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Insinöörityössä tutustuttiin WLAN 802.11n -standardiin ja sen suorituskykyyn. 
Standardi ei ole vielä täysin valmis, mutta sen tärkeimmät uudistukset ovat jo tiedossa 
ja siihen pohjautuvia laitteita on jo markkinoilla. Ensin selvitettiin teoreettisella tasolla, 
mitä suorituskykyä parantavia ominaisuuksia standardiin on tuotu ja miten saavutetaan 
luvattu huippunopeus, joka on 600 Mbps. Tavoitteena oli selvittää, miten eri 
ominaisuudet vaikuttavat suorituskykyyn käytännössä.
Suorituskykyä testattiin käytännön tasolla käyttämällä markkinoilta jo löytyviä 
kuluttajahintaluokan laitteita. Laitteiden huippunopeuden mainostettiin olevan 300 
Mbps. Työasema yhdistettiin 802.11n-verkkokortilla 802.11n-tukiasemaan, joka oli 
yhdistetty palvelimeen 100 Mbps -ethernet-yhteydellä. Työaseman ja palvelimen 
välistä yhteysnopeutta mitattiin erilaisilla tukiaseman asetuksilla sekä erilaisissa 
ympäristöissä.
Testeissä selvisi, että kyseisen tukiaseman huippunopeus on noin 94 Mbps, silloin kun 
olosuhteet ovat ihanteelliset. Testatuista tukiaseman asetuksista ainoastaan 
kaistanleveydellä oli suuri vaikutus nopeuteen. Nopeus putoaa noin puoleen, kun 
käytetään 20 MHz:n kaistanleveyttä 40 MHz:n sijaan. 
Tukiaseman ja työaseman välinen etäisyys ja tällä välillä olleet esteet pudottivat 
huippunopeutta reilusti. Nopeus oli noin 65 Mbps, kun tukiaseman ja työaseman välillä 
oli etäisyyttä noin kymmenen metriä. Nopeus ei myöskään pysynyt tasaisena tällöin.
Testeissä selvisi, että näille laitteille mainostetusta 300 Mbps:n nopeudesta jäätiin 
melko paljon. Tukiaseman huippunopeuden saavuttamiseen vaaditaan myös 
hyvälaatuista signaalia. Etäisyyden kasvaessa yhteysnopeus pienenee melko paljon.
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The aim of this thesis was to study the WLAN 802.11n standard and its throughput 
performance. The standard is not finalised but its most important improvements are 
well-known. 802.11n-based hardware is already available. 
The theoretical throughput improvements were studied at first. How was the promised 
600 Mbps achieved? The aim was to find out how different elements affect the 
performance in practice.
The throughput performance was tested by using hardware  made for consumer use. 
The advertised top speed of these devices was 300 Mbps. A workstation was connected 
with a 802.11n network interface card to a 802.11n access point. The access point was 
connected into a server with a 100 Mbps Ethernet connection. The throughput 
performance between workstation and server was measured using different access 
point settings and in different environments.
The top speed of the access point was about 94 Mbps in ideal conditions. The 
bandwidth setting was the only access point option that had a big effect on 
performance. The throughput performance is halved when using 20 MHz bandwidth 
instead of 40 MHz.
The throughput performance was affected greatly by distance and obstacles between 
the access point and the workstation. Throughput was about 65 Mbps when the 
distance was about 10 meters. The throughput was also instable.
It was found that the advertised 300 Mbps was not achieved. The maximum throughput 
of the access point requires good signal quality. The throughput reduces significantly 
when the distance between the access point and workstation increases.
Keywords WLAN, 802.11n, theoretical throughput, throughput 
measurements
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Lyhenteet
802.11
Standardi, joka koskee tietokoneiden WLAN-liikennettä.
802.11g
Parannus 802.11-standardiin, joka nostaa WLAN-yhteysnopeuden 
lukemaan 54 Mbps
802.11n
Parannus 802.11-standardiin, joka nostaa WLAN-yhteysnopeuden 
lukemaan 600 Mbps
A-MPDU
MAC Protocol Data Unit Aggregation. Tekniikka, joka kokoaa useita 
MPDU-kehyksiä yhdeksi suureksi kehykseksi.
A-MSDU
MAC Service Data Unit Aggregation. Tekniikka, joka kokoaa useita 
MSDU-kehyksiä yhdeksi suureksi kehykseksi.
CSMA/CA
Carrier Sense Multiple Access with Collision Avoidance. Protokolla 
törmäysten estämiseen radiotiessä.
DCF
Distributed Coordination Function. Tapa jakaa kanavanvaraus hajautetusti.
EDCA
Enhanced Distributed Channel Access. Protokolla, joka vastaa 
palvelunlaadusta ja pakettien luokittelemisesta.
FEC
Forward Error Correction. Virheensietotekniikka, jossa siirrettävään 
dataan lisätään bittejä, joilla voidaan havaita ja korjata virheitä.
MAC
Media Access Control. MAC huolehtii pakettien pääsystä fyysiselle 
kuljetuskerrokselle.
MCS
Modulation and Coding Scheme. Taulukko, jossa esitetään eri vaihtoehdot 
802.11n-yhteysnopeuden asetuksille.
MIMO
Multiple Input Multiple Output. Moniantennitekniikka, joka tarkoittaa 
useiden antennien käyttämistä tiedonsiirtoon.
MPDU
MAC Protocol Data Unit. MAC-tason datakehys.
MSDU
MAC Service Data Unit. MAC-tasolle ylemmältä tasolta saapuva 
datakehys.
OFDM
Orthogonal Frequency-Division Multiplexing. Signaalin 
modulointitekniikka. Signaalin taajuutta ja vaihekulmaa muutellaan, jolloin 
saadaan siirrettyä useita symboleja.
RIFS
Reduced Interframe Space. Tekniikka, jolla lyhennetään lähetettävien 
kehysten väliin jäävää aikaa.
RTS/CTS
Request To Send / Clear To Send. Tekniikka, jonka avulla WLAN-laitteet 
pyytävät lupaa kehysten lähettämiseen.
SM
Spatial Multiplexing. Osa MIMO-tekniikkaa, jossa eri antenneista 
lähetetään eri datavirta.
STBC
Space-Time Block Coding. Tekniikka, jonka avulla eri antenneista 
lähetetään eri tavalla koodattuja signaaleja.
TxBF
Transmit Beamforming. TxBF-tekniikka keskittää signaalin useista 
antenneista vastaanotinta kohti.
WLAN
Wireless Local Area Network. Langaton lähiverkko.
71  Johdanto
WLAN eli langattomat lähiverkot ovat yleistyneet viime vuosina nopeasti. Niitä on 
käytössä kaupunkialueella lähes kaikkialla, esimerkiksi yksityisasunnoissa, kahviloissa, 
lentokentillä ja kouluissa. Viimeisin WLAN-standardi eli 802.11g on kuitenkin jo melko 
vanha, sillä se hyväksyttiin vuonna 2003. Sen jälkeen ei ole tullut virallisia standardeja, 
jotka parantaisivat verkon nopeutta.
Viime vuosina multimedian eli esimerkiksi puheen ja videon siirto langattomissakin 
verkoissa on lisääntynyt. Nämä vaativat suuria nopeuksia ja hyviä yhteyksiä, eikä vanha 
standardi enää välttämättä ole riittävä. Uusi 802.11n-standardi on ollut jo pitkään 
kehitteillä, mutta sitä ei ole saatu vielä viimeisteltyä. Viimeisimman tiedon mukaan sen 
pitäisi saada valmistua vuoden 2009 loppupuolella.
Laitevalmistajat ovat tuoneet kuitenkin jo pitkään markkinoille n-standardiin 
pohjautuvia laitteita. Jo vuonna 2006 valmistajat sopivat niin sanotusta draft 2 
-esistandardista, joka sisältää n-standardin suurimmat uudistukset. Nämä laitteet tulevat 
luultavasti olemaan yhteensopivia varsinaisen n-standardin kanssa joko suoraan tai 
firmware-päivityksellä.
Tässä insinöörityössä on tarkoitus tutustua 802.11n-standardin suorituskykyyn teorian ja 
käytännön tasolla. Teoriassa selvitetään, miten nopeutta on saatu nostettua edellisistä 
standardeista, ja käytännössä otetaan selvää, millaisiin nopeuksiin päästään jo 
markkinoilla olevilla draft 2 -esistandardin mukaisilla laitteilla 802.11n-ympäristössä.
82  802.11n-standardin suorituskykyyn vaikuttavat tekniikat
2.1  Moniantennitekniikka
Yksi 802.11n-standardin nopeuteen eniten vaikuttavista ominaisuuksista on MIMO 
(Multiple Input Multiple Output), joka tarkoittaa kykyä lähettää ja vastaanottaa tietoa 
yhtäaikaisesti monien antennien kautta. MIMO hyödyntää radioaaltojen monitie-
etenemistä. Kuvasta 1 nähdään, miten radioaallot kimpoilevat seinistä ja muista esteistä, 
joten ne saapuvat vastaanottimeen hieman erilaista reittiä ja eri aikaan. [1.]
802.11n määrittelee "M x N" erilaista antennikokoonpanoa alkaen "1 x 1":stä ja 
päättyen "4 x 4":ään. M kertoo lähettävien antennien määrän ja N vastaanottavien 
antennien määrän. Mitä enemmän antenneja käytetään yhtä aikaa, sitä suurempi nopeus 
saavutetaan. Antennit itsessään eivät kuitenkaan lisää nopeutta, vaan nopeuslisä saadaan 
käyttämällä antennien kanssa erilaisia signaalinprosessointitekniikoita, jotka 
hyödyntävät radioaaltojen monitie-etenemistä.
Kuva 1. Signaalin monitie-eteneminen
9Spatial Multiplexing (SM)
Spatial Multiplexing eli SM-tekniikka jakaa lähtevän signaalin useisin paloihin, jotka 
lähetetään eri antenneista. Yksi antenni lähettää yhden limittäisen datavirran (spatial 
stream). Datavirrat kulkevat hieman eri reittiä ja saapuvat vastaanottimeen hieman eri 
aikaan. Vastaanotin määrittää sen, kuinka montaa eri datavirtaa voidaan käyttää. Jos 
vastaanottimessa on esimerkiksi kaksi antennia, niin ainoastaan kahta datavirtaa voidaan 
käyttää, vaikka lähetin voisikin lähettää kolmea.
Vastaanotin yhdistää eri datavirrat takaisin alkuperäiseksi signaaliksi. Kanavoimalla 
kaksi datavirtaa yhteen radiokanavaan saadaan kaksinkertaistettua kanavan kapasiteetti. 
802.11n-tukiasemien on tuettava vähintään kahta datavirtaa, ja ne voivat käyttää 
maksimissaan neljää. Asemien ei ole pakko käyttää kuin yhtä, mutta nekin voivat 
käyttää maksimissaan neljää.
Space-Time Block Coding (STBC)
Space-Time Block Coding eli STBC parantaa signaalin mahdollisuuksia selvitä ehjänä 
vastaanottimeen. Tällöin lähtevä signaali lähetetään eri antenneista eri tavoin 
koodattuina limittäisinä datavirtoina. Maksimissaan neljä eri datavirtaa voidaan lähettää. 
Vastaanotin vertailee saapuneita signaaleita toisiinsa ja voi näin päätellä helpommin 
alkuperäisen signaalin sanoman, vaikka se olisi vääristynyt radiotien häiriöiden takia. 
STBC ei varsinaisesti paranna yhteyden nopeutta, mutta se parantaa yhteyden 
toimintavarmuutta pienentämällä virheiden vaikutusta. STBC:tä voi käyttää yhdessä 
SM:n kanssa, mutta sitä voi käyttää vain, kun lähettäviä antenneja on enemmän kuin 
vastaanottavia antenneja.
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Transmit Beamforming (TxBF)
Transmit Beamforming eli TxBF-tekniikka keskittää signaalin kohti vastaanotinta. 
Tämä tekniikka korostaa ympäristön vaikutuksia, kuten signaalin heijastumista ja 
monitie-etenemistä, jotta signaalin voimakkuus parantuisi. Tällöin voidaan käyttää 
suurempia datanopeuksia. Lähettimen tulee tietää, miten signaali vastaanotetaan, jotta se 
voitaisiin ohjata oikeaan suuntaan. Tieto tästä voidaan saada olettamalla, että signaali 
etenee molempiin suuntiin samalla tavalla, tai lähettäjä voi kysyä vastaanottajalta 
kuinka hyvin signaali on saapunut perille. [2.]
2.2  40 MHz:n kanavat
Aiemmat 802.11-standardit käyttävät 20 MHz:n kaistanleveyttä signaalin siirtoon 
ilmassa. Taajuusalueella 2,4 GHz on käytössä 11 eri kanavaa, mutta kanavat eivät pysy 
niille varatun kaistanleveyden sisällä vaan vuotavat vierekkäisille kanaville. Tästä 
syystä käytössä on ainoastaan kolme kanavaa, jotka eivät mene päällekkäin.
Shannonin kapasiteettiyhtälöstä huomataan, että yhteysnopeus nousee, kun kanavan 
kaistanleveys suurenee.
C=B log21SNR
C on yhteysnopeus, B on kaistanleveys, SNR on signaali-kohinasuhde.
Tästä syystä n-standardiin on otettu mukaan 40 MHz:n kanavat. Leveämpi kanava 
parantaa yhteysnopeutta merkittävästi. Teoriassa nopeus saadaan kaksinkertaistettua. 
Kanavan leveyden kasvattaminen on helppoa ja yksinkertaista, se ei vaadi 
monimutkaisia teknisiä ratkaisuja. 
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Intel on testannut, miten kaistanleveys ja MIMO-tekniikka vaikuttavat nopeuteen. 
Testissä käytettiin kahdella antennilla toimivaa lähetintä, joka yhdisti kahdella 
antennilla toimivaan vastaanottimeen 40 MHz:n kanavalla. Eli kyseessä oli 2x2 40 MHz 
-laite. Tätä verrattiin seuraaviin laitteisiin:
– 4x4 20 MHz
– 2x3 20 MHz
– 2x2 20 MHz.
2x3-laitteen etu 2x2-laitteeseen oli parantunut kohinansieto. Molemmat saavuttivat 
hyvällä signaali-kohinasuhteella nopeuden 100 Mbps. Samoissa olosuhteissa 2x2-laite, 
joka käytti 40 MHz:n kaistanleveyttä, saavutti kuitenkin yli kaksinkertaisen nopeuden. 
Vaikka antennien määrä tuplattiin neljään, 20 MHz:n kaistanleveydellä ei päästy samaan 
suorituskykyyn kuin vähäisemmällä määrällä antenneja 40 MHz:n kaistanleveydellä. 
[3.]
2,4 GHz on vapaa taajuusalue, eli sen käyttöön ei tarvita viranomaisen lupaa. Tätä 
taajuusaluetta käyttää verkkolaitteiden lisäksi moni muu laite: esimerkiksi 
mikroaaltouuni, Bluetooth-laitteet sekä langattomat puhelimet. 40 MHz:n kanavien 
haittapuolena on 2,4 GHz:n taajuusalueella toimittaessa se, että niitä mahtuu vain yksi 
tuolle alueelle. 40 MHz:n kanavaa käytettäessä kaikki 20 MHz:n kanavaa käyttävät 
laitteet kärsivät, joten 40 MHz:n kanavaa ei päästä käyttämään, jos halutaan taata myös 
muille laitteille pääsy verkkoon. Aiemmat 802.11-standardit eivät tue 40 MHz:n 
kanavia, joten 40 MHz:n kanavan käyttö onnistuu vain verkossa, jossa on pelkkiä 
802.11n-laitteita.
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Standardiin tulee mahdollisuus myös 5 GHz:n taajuusalueen käyttöön. Tällä 
taajuusalueella on enemmän tilaa, ja sille mahtuu kolme 40 MHz:n kanavaa, jotka eivät 
mene päällekkäin. Kaikki laitteet eivät kuitenkaan tue mahdollisuutta käyttää 5 GHz:n 
taajuusaluetta. 5 GHz:n alueella myös signaalin voimakkuus pienenee nopeammin kuin 
2,4 GHz:n alueella, eli samalla lähetysteholla saadaan pienempi kantama. [4.]
2.3  Ryhmäkuittaus (block acknowledgement)
802.11-standardissa on sovittu, kuinka tukiasemat ja muut WLAN-laitteet jakavat niiden 
käyttämän yhteisen siirtotien. Mikäli mitään sääntöjä ei olisi, eri laitteet yrittäisivät 
lähettää signaaleja yhtä aikaa, jolloin signaalit törmäisivät ja sekoittuisivat. Tällöin ne 
eivät pääsisi vastaanottimeen asti.
802.11 edellyttää, että jokainen laite käyttää DCF-protokollaa (Distributed Coordination 
Function). DCF-protokollan tarkoitus on estää törmäyksiä tapahtumasta. DCF käyttää 
CSMA/CA-protokollaa törmäyksien estämiseen. CSMA/CA tulee sanoista Carrier 
Sense Multiple Access with Collision Avoidance. [5.]
CSMA/CA:n mukaan asema kuulostelee ilmatietä ennen kuin se lähettää kehyksensä. 
Mikäli ilmassa tuntuu olevan jo ennestään liikennettä, se odottaa sattumanvaraisen ajan 
ennen kuin kokeilee lähetystä seuraavan kerran. Ilmatien ollessa vapaa odotetaan jälleen 
sattumanvarainen aika, jotta kaksi asemaa eivät lähettäisi kehystä yhtä aikaa, kun ne 
huomaavat ilmatien olevan vapaa. Kun odotusaika on kulunut umpeen ja ilmatie on 
edelleen vapaa, voidaan kehys lähettää. Vastaanottaja lähettää kehyksestä kuittauksen. 
Jos kuittausta ei tule, kehys yritetään lähettää uudestaan. [6.]
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DCF-protokollaan kuuluu myös hieman monimutkaisempiakin toimintoja. 802.11-
lähettimet kuuntelevat muiden lähettämää liikennettä. Jokaisessa kehyksessä on kenttä, 
jossa ilmoitetaan, kuinka kauaksi aikaa lähettävä asema haluaa varata ilmatien. Asema 
saa lähettää vasta kun se havaitsee, että ilmatie on vapaa sekä muiden asemien varaus 
ilmatiehen on kulunut umpeen. Asemat haluavat varata ilmatien esimerkiksi RTS/CTS-
pyyntöjä (Request To Send / Clear To Send) varten. [5.]
RTS/CTS on valinnainen osa DCF-protokollaa. Senkin tarkoitus on pyrkiä 
varmistamaan, että ilmatie on vapaa lähetystä varten. Asema, joka haluaa lähettää 
kehyksen, lähettää tukiasemalle RTS-kehyksen. Tällä se kysyy lupaa lähettää kehyksiä. 
Tukiasema lähettää takaisin CTS-kehyksen, jolla se antaa luvan lähetykselle. CTS-
kehys kertoo myös muille asemille, että ilmatie on varattu tietyksi aikaa.
RTS/CTS parantaa yhteyden läpäisykykyä esimerkiksi tilanteessa, jossa on kaksi 
asemaa ja yksi tukiasema. Asemat eivät ole toistensa kantamalla, mutta niillä 
molemmilla on yhteys tukiasemaan. Tällöin ne eivät näe, kun toinen asema lähettää, ja 
ne saattavat yrittää lähetystä samaan aikaan. Tämä johtaa luultavasti törmäykseen, ja 
kumpikin joutuisi lähettämään kehyksensä uudestaan.
RTS/CTS:n käyttö vähintään toisessa asemassa estää törmäykset. Tällöin tukiasema 
antaa luvan lähetykselle CTS-kehyksellä, jonka kumpikin asema saa. Nyt asema osaa 
olla lähettämättä sillä aikaa, kun toisella asemalla on lähetys kesken.
RTS/CTS saattaa kuitenkin myös huonontaa yhteyden suorituskykyä, sillä RTS/CTS-
sanomien siirtoon käytetty aika on pois käyttäjän oman datan siirtoon käytettävästä 
ajasta. Mikäli verkkoympäristössä kaikki asemat kuulevat toisensa, RTS/CTS on 
hyödytön. [7.]
802.11 käyttää kehysten kuittaamiseen Acknowledgement-kehystä eli ACK-kehystä. 
ACK-kehyksen tarkoitus on varmistaa, että lähetetty kehys on vastaanotettu. Mikäli 
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kehys vastaanotetaan, siitä lähetetään kuittaus. Jos kuittausta ei tule, kehystä yritetään 
lähettää uudestaan niin kauan kunnes kuittaus tulee. Mikäli kehyksiä pitää yrittää 
lähettää uudestaan liian usein, yhteysnopeusta lasketaan, jotta yhteyden laatu paranisi. 
ACK-kehykset parantavat virheiden sietokykyä ja yhteyden luotettavuutta, mutta 
huonontavat yhteysnopeutta. [8.]
Ryhmäkuittauksen (block acknowledgement) tarkoitus on vähentää turhien kehysten 
lähettämistä ja parantaa yhteysnopeutta. Tällöin vastaanottaja ottaa vastaan useita 
kehyksiä ja kuittaa ne kaikki yhdellä kerralla, sen sijaan että jokainen kehys kuitattaisiin 
erikseen. Ryhmäkuittausta on käytettävä, kun lähetetään yhdellä kertaa useita kehyksiä. 
[2.]
2.4  Kehysten väliin jäävän ajan lyhentäminen (Reduced Interframe Space)
802.11n tarjoaa mahdollisuuden vähentää kehysten otsaketietoja myös silloin, kun 
kehysten yhdistäminen ei ole mahdollista. Tämä tekniikka toimii silloin kun lähetetään 
kehyksiä eri määränpäihin. Tällöin kehysten vastaanottamisen ja lähettämisen väliin 
jäävää aikaa vähennetään. Lähettäjä lähettää yhden lähetysmahdollisuuden aikana 
ryppään kehyksiä, ja näiden kehysten lähettämisen välillä ei suoriteta mitään 
sattumanvaraista odottelua ja ilmatien kuuntelua.
RIFS (Reduced Interframe Space) vähentää kehysten lähettämisen väliin jäävää 
odottelua, joten se parantaa yhteysnopeutta. Sitä tosin voidaan käyttää ainoastaan 
ympäristössä, jossa on pelkkiä 802.11n-laitteita. [9.]
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2.5  Palvelunlaatu (Quality of Service)
Kuten edellä jo todettiin, alkuperäinen 802.11-standardi käyttää vuoronvaraukseen ja 
ilmatien jakamiseen DCF-protokollaa. Tämä johtaa tiettyihin ongelmiin, sillä siinä ei 
ole mitään takeita palvelunlaadusta. Liikennettä ei jaeta ollenkaan luokkiin 
kiireellisyyden perusteella. Kun asema saa kerran luvan lähettää, ilmatie on varattuna 
sille koko lähetyksen ajaksi, vaikka lähetyksessä menisi kauan aikaa.
Aikakriittiset sovellukset, kuten puheen kuljettaminen verkoissa eli VoIP ja videokuvan 
lähettäminen, kärsivät tällaisista järjestelyistä. Niiden on päästävä kiilaamaan jonon ohi. 
802.11e-standardi on vastaus tähän ongelmaan, se tuo palvelunlaadun myös 
langattomiin lähiverkkoihin. 802.11e esittelee EDCA-protokollan (Enhanced 
Distributed Channel Access), joka vastaa palvelunlaadusta ja pakettien 
luokittelemisesta. 
EDCA jakaa paketit neljään eri luokkaan. Ennen kuin asema voi lähettää dataa, sen 
täytyy kuunnella hetki kanavaa siltä varalta, että kanava on varattu. Mitä parempaan 
luokkaan paketti kuuluu, sen vähemmän aikaa se joutuu kuuntelemaan kanavaa ennen 
lähettämistä. Ne myös voivat lähettää useita kehyksiä edestakaisin, ilman että ne 
joutuvat varaamaan kanavan uudelleen itselleen. [10.]
2.6  Kehysten yhdistäminen (frame aggregation)
Kuvassa 2 nähdään 802.11-standardin mukainen MAC-kehys eli MPDU (Mac Protocol 
Data Unit). Media Access Control eli MAC huolehtii osoitteista sekä pääsystä fyysiselle 
kuljetuskerrokselle, joka WLAN-verkoissa on siis ilmatie. Kuvassa näkyvä MAC 
Kuva 2. 802.11 MAC-kehys [11]
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Header eli MAC-otsake sisältää tietoja, joita tarvitaan kehyksen kuljettamiseen. Se ei 
sisällä mitään käyttäjän dataa.  Kuvassa kehyksen yllä olevat numerot kertovat kunkin 
kohdan koon tavuina. Koko kehys on maksimissaan 2346 tavua. Kenttä Frame Body 
sisältää käyttäjän hyötykuorman, jota on maksimissaan 2304 tavua. Kahdeksan tavua 
kentästä käytetään WEP-salaukseen (Wired Equivalent Privacy), jolloin saadaan kentän 
kooksi 2312 tavua. [12.]  Muu osa kehyksen tavuista kuluu tämän hyötykuorman 
siirtämiseen.
Kehysten yhdistäminen (frame aggregation) on tekniikka, jonka tarkoitus on vähentää 
otsaketietoihin kuluvan datan määrää. Jos kehykset saadaan lähetettyä pienemmällä 
määrällä otsaketietoa, käyttäjä kokee yhteysnopeuden parantuvan. 
A-MSDU (MAC Service Data Unit Aggregation) on tekniikka, joka kokoaa useita 
MAC-kehyksiä yhdeksi enintään 8 kilotavun kehykseksi. Kehyksiä voidaan pakata 
yhdeksi A-MSDU-kehykseksi, kun niillä kaikilla on sama lähtöosoite ja määränpää sekä 
sama palvelunlaatu. Kuvassa 3 nähdään tällainen kehys, jossa on vain yksi otsake. Tämä 
pienentää MAC-otsakkeiden kokoa paljon, sillä sen sijaan, että lähetettäisiin monta 
kehystä omalla otsakkeella, saadaan lähetettyä sama määrä kehyksiä yhdellä 
otsakkeella. [2.]
Kehyksessä on myös ainoastaan yksi virheentarkistuskenttä. Jos kehyksen siirrossa 
tapahtuu virhe, se vaikuttaa koko kehyksen sisältöön ja kehys joudutaan lähettämään 
uudestaan. 
Kuva 3. A-MSDU-kehys
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Langaton tiedonsiirto on altista häiriöille. Häiriöitä saattavat aiheuttaa elektroniset 
laitteet, kuten muut WLAN-laitteet tai vaikkapa mikroaaltouuni. Myös signaalin 
monitie-eteneminen voi aiheuttaa ongelmia, sillä eri aikaan saapuneet signaalit saattavat 
vaimentaa toisiaan. Tästä syystä virheiden todennäköisyys kasvaa suuria kehyksiä 
siirrettäessä. Jos virheitä kehyksen siirrossa sattuu, vastaanottaja pyytää käyttämään 
pienempää yhteysnopeutta. Mitä pienempää nopeutta käytetään, sitä 
yksinkertaisemmalla tekniikalla kehys yritetään siirtää, jolloin onnistumisen 
todennäköisyys kasvaa. Otsakkeiden vähentämisessä saatu etu saatetaan menettää, jos 
joudutaan käyttämään pienempää yhteysnopeutta.  [4.]
A-MPDU (MAC Protocol Data Unit Aggregation) on tekniikka, joka kokoaa MAC-
kehyksistä enintään 64 kilotavun kokoisia kehyksiä ilmatiellä siirtoa varten. Kehysten 
määränpään ja palvelunlaadun on oltava samoja. Jokaisella kehyksellä on edelleen oma 
MAC-otsake ja virheenkorjauskenttä A-MPDU-kehyksen sisällä. Kuvassa 4 nähdään A-
MPDU-kehys, jonka sisällä on monta alikehystä, joista jokaisella on oma MAC-otsake. 
Otsaketietoja ei pystytä karsimaan yhtä paljon kuin A-MSDU-kehyksillä, mutta 
kehysten omien virheentarkistuskenttien ansiosta tiedonsiirrossa tapahtuvat virheet eivät 
vaikuta muihin alikehyksiin, joten virheet on helpompi korjata. Koska A-MPDU sisältää 
useita MAC-kehyksiä, on käytettävä ryhmäkuittaamista (block acknowledgement), jolla 
pystytään kuittaamaan useita kehyksiä yhdellä kertaa. [2.]
Kuva 4. A-MPDU-kehys
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2.7  Miten 600 Mbps nopeus saavutetaan?
1. Enemmän alikantoaaltoja
802.11g käyttää 48 OFDM-alikantoaaltoa (Orthogonal Frequency-Division 
Multiplexing). 802.11n kasvattaa tämän määrän 52:een. Tämä nostaa nopeuden 
lukemaan 58,5 Mbps.
2. Suorituskykyisempi virheenkorjaus
Virheenkorjauksen pakkaussuhde (coding rate) tarkoittaa sitä, missä suhteessa 
virheenkorjauskoodia pakataan lähetettävään signaaliin. Tällöin vastaanotin voi korjata 
vastaanotettua dataa, eikä sitä täydy pyytää uudelleenlähetettäväksi.  Esimerkiksi suhde 
5/6 tarkoittaa, että kuudesta lähetetystä bitistä yksi on virheenkorjausbitti.
802.11g:n yleinen FEC (Forward Error Correction) -suhde on 3/4. 802.11n käyttää 
suhdetta 5/6. Nyt nopeus on jo 65 Mbps.
3. Varoaika (GI eli Guard Interval)
Varoaika tarkoittaa, kuinka paljon lähetettävien symbolien väliin jätetään aikaa. Yksi 
symboli on pienin datamäärä, joka lähetetään. Symbolien väliin on jätettävä pieni tauko, 
jotta ne eivät sotkeudu ja mene päällekkäin.
802.11n mahdollistaa varoajan pudottamisen 800 nanosekunnista 400 nanosekuntiin, 
minkä ansiosta nopeus saadaan nostettua lukemaan 72,2 Mbps.
4. MIMO
MIMO-tekniikan ansiosta kahdella antennilla yhteyden molemmissa päissä nopeus 
saadaan tuplattua, kolmella kolminkertaistettua ja neljällä nelinkertaistettua. Neljä 
antennia on maksimi, ja niitä käytettäessä nopeus on 288,9 Mpbs.
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5. 40 MHz:n kanavat
802.11g ja aiemmat standarit käyttävät vain 20 MHz:n levyisiä kanavia. 802.11n 
mahdollistaa myös 40 MHz:n kanavien käytön, jolloin datakantoaaltojen määrä yli 
kaksinkertaistuu 52:sta 108:aan. Tällöin yhden kanavan nopeus on 150 Mbps ja 
käyttämällä neljää kanavaa MIMO-tekniikan avulla saadaan kokonaisnopeudeksi 600 
Mbps.
600 Mbps on se nopeus, jolla dataa saadaan parhaissa olosuhteissa ilmatien yli 
liikuteltua. Mutta se ei kerro, kuinka paljon tuosta on käyttäjän omaa hyötydataa ja 
kuinka paljon kapasiteettia kuluu erilaisiin otsakkeisiin. [13.]
2.8  MCS-arvot
802.11n mahdollistaa 77 erilaista vaihtoehtoa asetuksille, jotka määrittelevät 
yhteysnopeuden. Koska eri vaihtoehtoja on niin paljon, on jokaiselle eri vaihtoehdolle 
määritelty oma numero. Tämä yksinkertaistaa eri laitteiden kättelyä, kun ne voivat sopia 
nopeudesta viittaamalla tuohon numeroon. Numeroa kutsutaan MCS-arvoksi, ja se 
löytyy Modulation and Coding Scheme (MCS) -taulukosta. Taulukossa 1 on esitetty 
yleisimpiä MSC-arvoja.
Modulaatio ja virheenkorjauskoodin pakkaussuhde määrittelevät, miten data lähetetään 
ilmatien yli. Vanhemmat 802.11-standarit käyttävät BPSK- ja QPSK-modulaatioita 
(Binary Phase Shift Keying ja Quadrature Phase Shift Keying). Näissä kantoaallon 
vaihetta muutetaan ja näin saadaan siirrettyä symboleja. QAM-modulaatiot (Quadrature 
Amplitude Modulation) muuttavat vaiheen lisäksi kantoaallon amplitudia, jolloin 
pystytään siirtämään useampia symboleja. Vanhemmat modulaatiotekniikat on säilytetty 
taaksepäin yhteensopivuuden takia.
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Taulukko 1. Modulation and coding scheme [2]
MCS-
numero
Modulaatio Pak-
kaus-
suhde
Limittäi-
set 
datavirrat
Datanopeus (Mbps)
20 MHz kanava
Datanopeus (Mbps)
40 MHz kanava
GI 800 ns GI 400 ns GI 800 ns GI 400 ns
0 BPSK 1/2 1 6,50 7,20 13,50 15,00
1 QPSK 1/2 1 13,00 14,40 27,00 30,00
2 QPSK 3/4 1 19,50 21,70 40,50 45,00
3 16-QAM 1/2 1 26,00 28,90 54,00 60,00
4 16-QAM 3/4 1 39,00 43,30 87,00 90,00
5 64-QAM 2/3 1 52,00 57,80 108,00 120,00
6 64-QAM 3/4 1 58,50 65,00 121,50 135,00
7 64-QAM 5/6 1 65,00 72,20 135,00 150,00
8 BPSK 1/2 2 13,00 14,40 27,00 30,00
9 QPSK 1/2 2 26,00 28,90 54,00 60,00
10 QPSK 3/4 2 39,00 43,30 81,00 90,00
11 16-QAM 1/2 2 52,00 57,80 108,00 120,00
12 16-QAM 3/4 2 78,00 86,70 162,00 180,00
13 64-QAM 2/3 2 104,00 115,60 216,00 240,00
14 64-QAM 3/4 2 117,00 130,00 243,00 270,00
15 64-QAM 5/6 2 130,00 144,40 270,00 300,00
16 BPSK 1/2 3 19,50 21,70 40,50 45,00
... ... ... ... ... ... ... ...
31 64-QAM 5/6 4 260,00 288,90 540,00 600,00
MCS-arvoilla 0–31 käytetään samaa modulaatiota ja pakkaussuhdetta jokaisella 
limittäisellä datavirralla. Arvoilla 32–77 käytetään eri modulaatiota ja pakkaussuhteita 
eri datavirroissa. Esimerkiksi MCS 33:ssa käytetään 16-QAM-modulaatiota 
ensimmäisessä datavirrassa ja QPSK-modulaatiota toisessa virrassa.
Kaikkien 802.11n-tukiasemien on tuetteva MSC-arvoja 0–15 ja kaikkien 802.11n-
asemien on tuettava arvoja 0–7. Kaikki muut MSC-arvot ovat valinnaisia. 802.11n-
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laitteita valittaessa on hyvä kiinnittää huomiota siihen, mitä MCS-arvoja se tukee, sillä 
se kertoo suoraan, millaisiin yhteysnopeuksiin on mahdollista päästä. [2.]
Yhteensopivuustila (High Throughput protection)
Yhteensopivuustila on tukiaseman asetus, jonka tarkoituksena on varmistaa toimivuus 
myös 802.11g- ja 802.11b-standardin laitteiden kanssa. Pelkässä 802.11n-ympäristössä 
se on tarkoitus pitää poissa päältä, jotta saavutettaisiin suurempi yhteysnopeus. [14.]
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3  Testaus
3.1  Testaamisen tavoitteet
Tässä insinöörityössä on tarkoitus testata, millaisiin yhteysnopeuksiin kuluttajille 
tarjottavat 802.11n Draft 2.0 -esistandardin mukaiset laitteet pystyvät. Yritän selvittää 
maksiminopeuden sekä sen, miten eri asetukset vaikuttavat nopeuteen käytännössä.
3.2  Laitteisto
Kuvassa 5 nähdään testauksen verkkotopologia. Työasema liitetään WLAN-
verkkokortilla tukiasemaan, joka on ethernet-kaapelilla palvelimessa kiinni. Työaseman 
ja palvelimen välinen nopeus on tarkastelun kohteena.
Tukiasema
Tukiasemana käytetään Zyxel NWA570N -tukiasemaa, joka on 802.11n Draft 2.0 
-esistandardin mukainen. Sen teoreettinen WLAN-maksiminopeus on 300 Mbps, mutta 
sen ethernet-portit ovat 100 Mbps -portteja. Tästä syystä työaseman ja tukiaseman 
välinen nopeus on maksimissaan 100 Mbps.
Kuva 5. Testiympäristö
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Tämä tukiasema valittiin sen sisältämien monipuolisten asetusten vuoksi. 
Kuluttajahintaluokan tukiasemissa ei yleensä pääse vaikuttamaan kovin moneen 
asetukseen, mutta tässä kiinnosti mahdollisuus vaikuttaa kehysten yhdistämiseen.
WLAN-verkkokortti
Työasema yhdistetään tukiasemaan Zyxel NWD310 802.11n Draft 2.0 -verkkokortilla. 
Myös verkkokortti pystyy maksimissaan 300 Mbps:n siirtonopeuteen. 
Yhteensopivuuden takia verkkokortti valittiin samalta valmistajalta kuin tukiasema.
Työasema ja palvelin
Työasema ja palvelin ovat pyötätietokoneita, joissa molemmissa käyttöjärjestelmänä on 
Microsoft Windows XP.
Iperf
Suorituskyvyn testaus toteutetaan Iperf-ohjelmalla. Iperf on ohjelma verkon 
suorituskyvyn mittaukseen. Se on ilmainen, kevyt ja helppokäyttöinen, joten se oli 
helppo valita testiohjelmaksi. 
Iperf asennetaan palvelimeen ja työasemaan, ja sillä pystytään testaamaan näiden 
välinen suurin mahdollinen TCP-yhteysnopeus. Iperf mittaa TCP- tai UDP-yhteyksiä. 
Tässä insinöörityössä on keskitytty TCP-yhteyksiin.
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Kuvassa 6 nähdään Iperfin käyttöliittymä. Ohjelma ajetaan komentoriviltä, ja ohjelma 
tulostaa tietonsa ruudulle.  Kuvasta nähdään, että ensimmäiset viisi sekunttia 
yhteysnopeus oli hieman hidas, mutta sen jälkeen nopeus saavutti maksiminsa. Tämä 
toistui jokaisessa testissä. 
Taulukossa 2 esitellään käytetyt Iperfin asetukset.
Taulukko 2. Iperf-asetukset
lyhenne asetus vaikutus
-c connect yhdistää IP-osoitteeseen
-w TCP window size määrittää kuinka paljon 
dataa lähetetään ennen kuin 
vastaanottajalta vaaditaan 
kuittaus
-i interval kuinka usein yhteysnopeus 
ilmoitetaan ruudulla 
(sekunteja)
-t time kuinka kauan yhteyttä 
testataan (sekunteja)
Kuva 6. Iperf
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3.3  Testattavat muuttujat
Testeissä käytetään ensiksi tukiaseman oletusasetuksia, joilla pitäisi päästä suurimpaan 
mahdolliseen yhteysnopeuteen. Sitten muutetaan aina yhtä muuttujaa ja katsotaan, 
kuinka se vaikuttaa yhteysnopeuteen. Taulukossa 3 esitellään kaikki testattavat 
asetukset.
Taulukko 3. Testattavat muuttujat
Tutkittava asia Tutkimistapa
Sijainti 1. Tukiasema verkkokortin vieressä
2. Tukiasema ja verkkokortti eri huoneissa
Yhteensopivuustila (High Throughput 
protection)
1. Pois päältä
2. Päällä
Kehysten yhdistäminen (frame 
aggregation)
1. A-MSDU + A-MPDU päällä
2. A-MPDU päällä
3. Molemmat pois päältä
Varoaika (guard interval) 1. 400 ns
2. 800 ns
Kaistanleveys 1. 40 MHz
2. 20 MHz
RTS/CTS 1. Ei käytössä
2. Käytössä
RIFS (Reduced Interframe Space) 1. Käytössä
2. Ei käytössä
Muiden laitteiden vaikutus 1. Ei muita verkkolaitteita
2. 802.11g-verkkolaite samassa 
ympäristössä.
3.4  Testitapa
Testaamiseen käytettiin Iperf-ohjelmaa. Kyseisellä ohjelmalla testattiin työaseman ja 
palvelimen välistä yhteyttä kahden minuutin ajan. Saatu yhteysnopeus on tämän kahden 
minuutin keskiarvo. Ohjelmalla oli TCP-ikkunan kooksi määritelty 256 kilotavua. 
Jokainen testi toistetaan viisi kertaa, ja näistä lasketaan keskiarvo. Eri asetusten 
vaikutusta verrataan oletusasetuksiin.
26
4  Testitulokset
4.1  TCP-ikkunan vaikutus yhteysnopeuteen
Iperfistä oli siis säädetty TCP-ikkunan kooksi 256 kilotavua. Ikkunan koko on ohjelman 
oletusasetuksilla 8 kilotavua. Taulukosta 4 nähdään, miten TCP-ikkunan koko vaikuttaa 
yhteysnopeuteen.
Taulukko 4. TCP-ikkunan koon vaikutus yhteysnopeuteen
Asetus Vaihtoehto
Nopeus Mbps
TCP-ikkunan koko
8 kt 64 kt 128 kt 256 kt 512 kt
Tukiaseman 
oletusasetukset
- 38,9 81,6 89,7 90,0 90,8
Kehysten 
yhdistäminen
Vain A-MPDU 
päällä
39,0 81,6 90,5 90,5 90,6
Kehysten 
yhdistäminen
Pois päältä 38,7 82,1 89,9 91,0 91,8
Taulukosta havaitaan, että yhteysnopeus on hyvin vaatimaton, kun käytetään Iperfin 
oletusasetusta. Tästä syystä ikkunan kokoa on syytä kasvattaa. 256 kilotavua vaikutti 
sopivalta koolta, sillä sitä suurempi ikkunan koko ei enää merkittävästi vaikuttanut 
nopeuteen. Yhteysnopeus tosin oli lähes sama käytettäessä 128 kilotavun ikkunaa, joten 
sitäkin olisi luultavasti voitu käyttää testeissä.
Kokeilin myös, vaikuttaako kehysten yhdistäminen yhteysnopeuteen erilaisilla TCP-
ikkunoilla. Kuten taulukosta näkee, vaikutusta ei voida havaita. Testissä käytetyt 
tukiaseman oletusasetukset selviävät taulukosta 5.
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4.2  Tukiaseman oletusasetukset
Aluksi käytetään tukiaseman oletusasetuksia, jotka ovat vertailukohta muille testeille. 
Oletusasetukset esitellään taulukossa 5.
Taulukko 5. Tukiaseman oletusasetukset
Teoreettinen nopeus 300 Mbps
Kaistanleveys 40 MHz
Kehysten yhdistäminen (frame 
aggregation
A-MPDU ja A-MSDU käytössä
Varoaika (guard interval) 400 ns
RIFS Päällä
Yhteensopivuustila (High Throughput 
protection)
Pois päältä
RTS/CTS Pois päältä
MCS-numero 15
4.3  Testaus ihanneympäristössä
Ensimmäisessä testissä käytettiin kuvassa 5 esiteltyä verkkoympäristöä. Työasema on 
yhdistetty tukiasemaan, joka sijaitsee fyysisesti työaseman vieressä. Tukiasema on 
ethernet-kaapelilla palvelimessa kiinni. Alueella ei ole muita WLAN-verkkoja. Tämä 
tarkistettiin Netstumbler-ohjelmalla, joka etsii langattomia verkkoja. Netstumbler löytää 
hyvin heikkoja verkkoja, joita esimerkiksi Windows XP:n oma verkonhakuohjelma ei 
löydä. Myöskään muita häiriölähteitä, kuten Bluetooth-laitteita tai mikroaaltouunia, ei 
ollut lähistöllä. 
Taulukosta 6 nähdään testin tulokset.
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Taulukko 6. Testitulokset ihanneympäristössä
Asetus Vaihtoehto Nopeus (Mbps)
1.  
testi 
2.  
testi
3.  
testi
4.  
testi
5.  
testi
keski-
arvo
keski-
ha-
jonta
% 
oletus-
ase-
tuk-
sista
Oletus-
asetukset
- 93,6 93,9 93,1 93,8 94,0 93,7 0,36 -
Kaistanleveys 20 MHz 46,4 49,4 59,4 53,6 61,5 54,1 7,38 57,7
Kehysten 
yhdistäminen
Vain A-
MPDU päällä
94,0 94,1 90,8 93,8 92,1 93,0 1,46 99,2
Kehysten 
yhdistäminen
Pois päältä 92,6 93,9 88,5 93,6 94,0 92,5 2,31 98,7
RIFS Pois päältä 93,4 94,1 92,5 90,9 94,1 93,0 1,35 99,3
Varoaika 800 ns 90,4 92,5 86,6 94,1 93,7 91,5 3,07 97,6
RTS/CTS Päällä 93,9 94,3 91,9 94,2 94,1 93,7 1,01 100,0
Yhteensopi-
vuustila
Päällä 94,1 94,3 93,8 93,9 92,6 93,7 0,38 100,1
Testatessa tukiasema oli noin 30 senttimetrin päässä WLAN-verkkokortin antenneista. 
Vaikka tällä etäisyydellä signaali oli signaalinlaatua tarkkailevien ohjelmien mukaan 
jatkuvasti täydellinen, niin silti hieman tukiasemaa liikuttamalla saatiin parannettua 
nopeutta merkittävästi. Luultavasti signaalin heijastusten ja vaimentumisen takia 
yhteysnopeus saattoi olla 10–20 megabittiä hitaampi sekunnissa, jos tukiasema oli 
muutaman senttimetrin sivussa. Paras tulos saatiin, kun liikuttelin tukiasemaa hieman ja 
tarkastelin, miten se vaikuttaa nopeuteen. Testaus aloitettiin, kun tukiasemalle löytyi 
paikka, jossa yhteysnopeus nousi korkeaksi.
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4.4  Testaus ruuhkaisessa ympäristössä
Toisessa testissa suoritettiin samat testit, mutta samasta huoneesta löytyi myös 802.11g-
verkko, jonka avulla oli tarkoitus selvittää, miten ruuhka radioaalloilla vaikuttaa 
802.11n-suorituskykyyn.
Kuvassa 7 nähdään verkkoympäristö. Huoneeseen on tuotu uusi tukiasema ja työasema, 
jotka on yhdistetty toisiinsa 802.11g-yhteydellä. Molemmat tukiasemat ovat yhteydessä 
omiin palvelimiinsa. 802.11g-yhteyden kautta siirretään tiedostoja palvelimelta 
työasemalle, jolloin radiotie on jatkuvasti kuormitettuna.
Taulukosta 7 nähdään tämän testin tulokset.
Kuva 7. Testaus ruuhkaisessa ympäristössä
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Taulukko 7. Testaus ruuhkaisessa ympäristössä
Asetus Vaihtoehto Nopeus (Mbps)
1.  
testi 
2.  
testi
3.  
testi
4.  
testi
5.  
testi
keski-
arvo
keski-
hajon-
ta
% 
oletus-
ase-
tuk-
sista
Oletus-
asetukset
- 85,1 87,6 85,9 87,2 88,3 86,8 1,3 -
Kaistanleveys 20 MHz 17,0 17,4 16,8 16,4 17,0 16,9 0,36 19,5
Kehysten 
yhdistäminen
Vain A-
MPDU päällä
86,5 91,0 87,5 87,8 88,2 88,2 1,69 101,6
Kehysten 
yhdistäminen
Pois päältä 86,9 83,9 86,7 86,9 90,2 86,9 2,23 100,1
RIFS Pois päältä 86,5 84,5 86,8 84,5 87,6 86,0 1,41 99,0
Varoaika 800 ns 1,3 3,0 1,8 1,7 0,6 1,68 0,88 1,9
RTS/CTS Päällä 88,6 88,3 82,4 88,6 91,5 87,9 3,33 101,2
Yhteensopi-
vuustila
Päällä 87,7 88,0 87,0 88,6 90,6 88,4 1,37 101,8
4.5  Tukiasema ja työasema eri huoneissa.
Kun tukiasema ja työasema sijoitettiin eri huoneisiin, käytettiin samaa 
verkkoympäristöä kuin ensimmäisessä testissä. Kuvassa 5 nähdään tämä 
verkkoympäristö. Alueella on vain yksi WLAN-verkko, ja työasema on 802.11n-
yhteydessä tukiasemaan. Tukiasema on 100 Mbps -ethernet-yhteydellä kiinni 
palvelimessa. Tukiasema ja työasema ovat kuitenkin eri huoneissa. Tukiaseman ja 
työaseman välinen etäisyys on noin kymmenen metriä, ja tältä väliltä löytyy kaksi 
seinää.
Taulukossa 8 on esitelty tämän testin tulokset.
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Taulukko 8. Testitulokset kun työasema ja tukiasema ovat eri huoneissa
Asetus Vaihtoehto Nopeus (Mbps)
1.  
testi 
2.  
testi
3.  
testi
(4.  
testi)
5.  
testi
keski-
arvo
keski-
hajon-
ta
% 
oletus-
ase-
tuk-
sista
Oletus-
asetukset
- 52,4 58,1 73,8 (49,3) 75,9 65,1 11,6 -
Kaistanleveys 20 MHz 57,1 46,3 58,4 (19,2) 27,0 47,2 14,5 72,6
Kehysten 
yhdistäminen
Vain A-
MPDU päällä
71,0 66,5 69,5 (70,2) 56,2 65,8 6,67 101,2
Kehysten 
yhdistäminen
Pois päältä 63,5 62,1 65,8 (68,9) 76,2 66,9 6,38 102,8
RIFS Pois päältä 65,5 71,0 62,5 (70,1) 82,6 70,4 8,86 108,2
Varoaika 800 ns 70,1 60,1 43,9 (62,6) 71,4 61,4 12,7 94,4
RTS/CTS Päällä 82,4 55,6 45,1 (32,7) 62,2 61,3 15,7 94,3
Yhteensopi-
vuustila
Päällä 58,0 61,3 70,0 (79,5) 69,7 64,8 6,04 99,5
Neljännellä testikierroksella tapahtui jotain omituista, sillä sen kierroksen tulokset eivät 
ole linjassa muiden tulosten kanssa. Varsinkin 20 megahertsin kaistanleveyttä 
käytettäessä nopeus oli todella alhainen. On mahdollista, että tällöin alueella oli jokin 
vieras verkko. Tarkistin ainoastaan testien alussa, ettei alueelta löydy muita verkkoja.
En laskenut neljännen testikierroksen tuloksia keskiarvoon mukaan.
32
5  Tulosten tulkinta
5.1  Ihanneympäristö 
Ensimmäinen testi järjestettiin ihanteellisessa ympäristössä. Alueella ei ollut muita 
WLAN-verkkoja, eikä myöskään mitään laitteita, jotka olisivat voineet aiheuttaa 
häiriöitä. Tukiasema ja työasema olivat fyysisesti vierekkäin, jolloin myös signaali oli 
hyvälaatuinen.
Testasin ensin työaseman ja palvelimen välisen maksiminopeuden, kun molemmat oli 
kytketty ethernet-kaapelilla tukiasemaan. Tukiaseman 100 Mbps -portteista johtuen 
nopeus oli 94,5 Mbps. Tämä on myös rajoittavana tekijänä 802.11n-yhteyden 
nopeudelle, eli teoreettista 300 Mbps:n nopeutta ei voida saavuttaa.
Tukiaseman oletusasetuksilla päästiin lähelle 100 Mbps -ethernetin maksiminopeutta. 
Viiden testin keskiarvo oli 93,7 Mbps. Tämä on melko hyvä nopeus, ja se on linjassa 
muiden suorittamien testien kanssa [15]. 100 Mbps -ethernet saattoi hieman rajoittaa 
huippunopeutta, mutta nopeus olisi tuskin ollut paljon yli 100 Mbps. 
Kaistanleveyden pudottaminen 40 MHz:stä 20 MHz:iin pitäisi teoriassa pudottaa 
yhteysnopeutta noin puoleen.  Näin ei aivan tapahtunut, vaan yhteysnopeuden keskiarvo 
oli 54,1 Mbps, joka on noin 58 % oletusasetusten keskiarvosta. Jos oletetaan, että 20 
MHz:n kaistanleveydellä saavutettu yhteysnopeus on 48 % huippunopeudesta, 
huippunopeus olisi tällöin noin 113 Mbps. 20 MHz:n kaistanleveydellä käytetään 52 
kantoaaltoa ja 40 MHz:n kaistanleveydellä 108 kantoaaltoa, joten tästä syystä nopeus 20 
MHz:n kaistanleveydellä tulisi olla noin 48 % nopeudesta 40 MHz:n kaistanleveydellä.
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Kehysten yhdistämisen tulisi teoriassa vähentää kehysten otsaketietoja ja täten parantaa 
yhteysnopeutta. A-MSDU ja A-MPDU päällä yhteysnopeus oli 93,7 Mbps. Pelkkä A-
MPDU käytössä nopeus oli 93,0 Mbps. Kun kehysten yhdistämistä ei käytetty lainkaan, 
nopeus oli 92,5 Mbps. 
Tulokset tukevat teoriaa, mutta kehysten yhdistämisen vaikutus yhteysnopeuteen on silti 
melko pieni. Kun verrataan yksittäisiä testejä toisiinsa, huomataan, ettei yhteysnopeus 
aina ollut huonompi, kun kehysten yhdistämistä ei käytetty verrattuna tilanteeseen, jossa 
kehysten yhdistämistä käytettiin. Testien keskihajonta pysyi kuitenkin paljon 
pienempänä, kun kehysten yhdistäminen oli käytössä.
RIFS eli kehysten väliin jäävän ajan lyhentäminen ei vaikuttanut suuresti nopeuteen. 
Yhdellä testikierroksella nopeus oli hieman suurempi, kun RIFS oli pois päältä, mutta 
muulloin nopeus oli hieman pienempi.
Pidemmän 800 nanosekunnin varoajan käyttö näytti vaikuttavan hieman 
yhteysnopeuteen. Nopeus oli pidemmällä varoajalla 97,6 % lyhyemmän varoajan 
nopeudesta. Neljässä testissä viidestä nopeus oli pidemmällä varoajalla huonompi kuin 
lyhyellä. 
Teoriassa pidemmällä varoajalla yhteysnopeuden tulisi olla 90 % lyhyemmän varoajan 
nopeudesta. Varoajan vaikutus nopeuteen selviää taulukosta 1.
RTS/CTS ja yhteensopivuustila heikentää teoriassa yhteysnopeutta, mutta testien 
perusteella niillä ei ollut minkäänlaista vaikutusta yhteysnopeuteen.
Tukiaseman asetuksista kaikista eniten yhteysnopeuteen vaikutti kaistanleveys. Tällä oli 
selkeä ja voimakas heikentävä vaikutus. Muiden asetusten vaikutus yhteysnopeuteen oli 
vähäinen.
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Vaikka tukiaseman sijainnin vaikutusta ei tutkittukaan, niin sen vaikutus 
yhteysnopeuteen oli myös suuri. Mikäli halutaan saavuttaa mahdollisimman suuri 
nopeus, on tukiaseman sijaintiin kiinnitettävä huomiota ja luultavasti kokeilemalla 
etsittävä paras mahdollinen paikka tukiasemalle.
5.2  Ruuhkainen ympäristö
Ruuhkaisessa ympäristössä ruuhka oli itse aiheutettu tuomalla samaan huoneeseen uusi 
tukiasema sekä sitä käyttävä työasema. Työasema käytti 802.11g-verkkoa ja siirsi 
maksiminopeudellaan tiedostoja verkon yli. Kuvassa 7 näkyy tässä testissä käytetty 
verkkoympäristö.
Tulokset olivat hieman yllättäviä, sillä 802.11g-verkko vaikutti hyvin vähän 802.11n-
verkon toimintaan. Ihanneympäristöön verrattuna tämä hyvin ruuhkainen ympäristö 
laski 802.11n-yhteyden nopeuksia oletusasetuksilla noin 7 Mbps. 
Teorian mukaan 2,4 GHz taajuusalueelle mahtuu vain yksi 40 MHz:n kanava, joka ei 
mene muiden kanavien kanssa päällekkäin. Nyt tässä testissä tällä alueella oli ennestään 
jo yksi 20 MHz:n kanava käytössä. Testeissä vaikuttaisi siltä, että 40 MHz:n kanava 
pääsi jyräämään tuon 802.11g-yhteyden käyttämän kanavan. 802.11n-yhteyden 
oletusasetuksilla päästiin edelleen varsiin hyviin yhteysnopeuksiin. Testien keskiarvo oli 
86,8 Mbps.
20 MHz:n kanavaa käyttämällä yhteysnopeus romahti, sillä se oli vain 16,9 Mbps. 
Tällöin ilmeisesti 802.11n- ja 802.11g-yhteys joutuivat jakamaan ilmatien reilusti 
keskenään.
Tässäkään testissä kehysten yhdistämisen vaikutus nopeuteen oli hyvin pieni. Pelkkiä 
A-MPDU-kehyksiä käytettäessä nopeus oli hieman suurempi kuin A-MPDU- ja A-
MSDU-kehyksiä käytettäessä. Tämä saattaa johtua siitä, että A-MPDU-kehykset 
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kestävät virheitä paremmin, mutta nopeusero on vain hieman tulosten keskihajontaa 
suurempi.
Yhteysnopeus oli käytännössä sama huolimatta siitä, käytettiinkö kehysten yhdistämistä 
vai ei.
RIFS vaikutti nopeuteen hyvin vähän. Yhteysnopeus oli 99 % verrattuna nopeuteen, kun 
se oli käytössä.
Varoajan vaikutus tässä testissä oli mielenkiintoinen. Kun varoaika oli sama kuin 
802.11g-standardissa, eli 800 ns, ei 802.11n-yhteys toiminut lainkaan normaalisti. 
Yhteysnopeus oli noin 2 Mbps eli vain murto-osa normaalista ja käytännössä yhteys oli 
käyttökelvoton. Testejäkin oli vaikea ajaa läpi, sillä paketit eivät yksinkertaisesti 
tuntuneet menevän läpi. Tämä sama ilmiö tapahtui jokaisella testikierroksella ja 
ainoastaan, kun varoaika oli 800 ns, eli se ei johtunut mistään satunnaisesta häiriöstä.
Ongelma johtui luultavasti siitä, ettei yhteensopivuustilaa käytetty. Sen tarkoituksena on 
taata toiminta ympäristössä, jossa on muitakin kuin 802.11n-verkkoja. 802.11g-verkon 
työasema todennäköisesti lähetti kehyksensä 802.11n-kehysten päälle, joka esti 802.11n 
kehysten pääsemisen määränpäähän. [2.]
RTS/CTS ja yhteensopivuustila paransivat yhteysnopeutta noin prosenttiyksikön verran. 
Testistä ilmeni se, että mikäli samalla alueella käytetään 802.11n- ja 802.11g-verkkoja, 
on myös n-yhteyden käytettävä 20 MHz:n kaistanleveyttä. 40 MHz:n kaistanleveyttä 
käyttämällä saavutetaan hyvä nopeus n-verkossa, mutta tällöin g-verkon liikenne 
hidastuu todella paljon. Vaikka tässä testissä ei g-verkon suorituskykyyn kiinnitetty 
erityistä huomiota, niin verkko toimi hitaasti aina kun n-yhteys käytti 40 MHz:n 
kaistanleveyttä.
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20 MHz:n kaistanleveydellä molemmat verkot pystyvät toimimaan, mutta tällöin 
menetetään suuri osa n-verkon nopeudesta. Tämän testin perusteella n-verkossa on 
käytettävä lyhyttä varoaikaa, sillä pitkällä varoajalla ei n-verkko toiminut käytännössä 
ollenkaan.
5.3  Fyysisesti eri huoneet
Kolmannessa testissä tukiasema ja työasema oli sijoitettu eri huoneisiin. Niiden välillä 
oli etäisyyttä noin kymmenen metriä, sekä niiden välissä oli seiniä ja ovia. Tämä testi 
kuvaa paremmin langattoman verkon normaalia käyttöä. Tukiasemaa ja työasemaa 
sijoitetaan harvoin aivan vierekkäin.
Oletusasetuksilla yhteysnopeuden keskiarvo oli 65,1 Mbps. Nopeus oli laskenut lähes 
30 Mbps verrattuna tilanteeseen, jossa tukiasema oli aivan työaseman vieressä. Nopeus 
myös vaihteli paljon eri testien välillä. Hitaimmillaan nopeus oli 52,4 Mbps ja 
nopeimmillaan 75,9 Mbps. 
20 MHz:n kaistanleveyttä käytettäessä saatiin melko erikoisia tuloksia. Tällöinhän 
nopeuden tulisi olla puolet 40 MHz:n nopeudesta. Tässä testissä näin ei kuitenkaan 
käynyt, vaan ensimmäisellä testikierroksella nopeus oli jopa suurempi kuin 40 MHz:n 
kaistanleveydellä. Neljän testikierroksen keskiarvo oli noin 73 % verrattuna 40 MHz:n 
kaistanleveyden nopeuteen.
Yhteysnopeus vaihteli melko paljon myös 20 MHz:n kaistanleveyttä käytettäessä. 
Nopeimmillaan se oli 57,1 Mbps ja hitaimmillaan 27,0 Mbps. Tämän testin perusteella 
etäisyys ei laskenut 20 MHz:n kaistanleveyttä käytettäessä yhteysnopeutta suhteessa 
yhtä paljon kuin 40 MHz:n kaistanleveyttä käytettäessä. Yhteysnopeus oli silti 
huonompi 20 MHz:n kaistanleveyttä käytettäessä.
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Kehysten yhdistämisellä ei saatu tässäkään testissä merkittävää nopeusetua. 
Yhteysnopeus on lähes sama riippumatta siitä, käytetäänkö kehysten yhdistämistä vai ei.
Kun RIFS laitettiin pois päältä, saatiin melko suuri parannus nopeuteen. Kun RIFS oli 
poissa päältä, yhteysnopeus oli 108 % verrattuna nopeuteen oletusasetuksilla. Saattaa 
olla, että kehykset sekoittuivat, kun ne lähetettiin pienemmällä välillä, sillä etäisyys ja 
esteet aiheuttavat signaaleille sen, että ne saapuvat määränpäähän eri aikaan. Tämän 
vaikutusta tulisi vielä testata lisää, jotta saataisiin varmuus siitä, että parantunut 
yhteysnopeus johtuu nimenomaan siitä, että RIFS oli pois päältä, eikä yhteysnopeuden 
satunnaisesta vaihtelusta.
Varoajan pidentäminen 800 nanosekuntiin aiheutti yhteysnopeuden laskua, mutta ei 
kuitenkaan aivan niin paljon kuin sen teorian mukaan pitäisi laskea.
RTS/CTS-asetuksen käyttäminen aiheutti myös yhteysnopeuden hidastumista. 
Yhteensopivuustilan käytöllä nopeus oli käytännössä sama kuin oletusasetuksia 
käyttämällä.
Nopeuden vaihtelut täysin samoilla asetuksilla olivat melko suuria, joten kovin pitkälle 
meneviä johtopäätöksiä on tämän testin perusteella hankala tehdä. Ainoastaan se on 
varmaa, että tukiaseman vieminen kauemmas työasemasta hidastaa yhteysnopeutta ja 
aiheuttaa yhteysnopeuden suuria vaihteluja.
38
6  Yhteenveto
Työn tarkoituksena oli tutkia 802.11n-standardin suorituskykyyn vaikuttavia tekijöitä ja 
testata itse standardin suorituskykyä. 802.11n-standardi ei ole vielä valmis, mutta eri 
valmistajilta on ollut jo pitkään saatavilla standardiin perustuvia verkkolaitteita.
Standardista löytyi varsin hyvin tietoa, ja teoria sen suorituskyvyn taustalla saatiin 
selvitettyä.
Käytännön testeissä oli ongelmana sopivien laitteiden saatavuus. Hyvin harvoissa 
laitteissa pääsi säätämään asetuksia, jotka vaikuttavat 801.11n-suorituskykyyn. 
Esimerkiksi moniantennitekniikkaan liittyviä säätöjä ei päässyt tekemään missään 
laitteessa.
Itse testaaminenkaan ei ollut ongelmatonta. Testit tuli suorittaa paikassa, jossa ei muita 
WLAN-verkkoja ollut häiritsemässä. Silti tulokset eivät aina olleet johdonmukaisia. 
Yleensä tietokoneiden tai laitteiden uudelleenkäynnistys ratkaisi ongelman. 
Langattomaan tiedonsiirtoon kuuluu pieni yhteysnopeuden vaihtelu, vaikka asetukset ja 
olosuhteet pysyvätkin samoina. Tästä syystä pienten muutosten tarkastelu on vaikeaa, 
sillä on vaikea todeta, johtuiko yhteysnopeuden kasvu tai pieneneminen asetuksen 
muuttamisesta vai satunnaisesta vaihtelusta.
Testissä olleen tukiaseman huippunopeus saatiin selvitettyä. Huippunopeus oli 93,7 
Mbps, joka on melko paljon alhaisempi kuin mainoksissa luvattu 300 Mbps. 
Tukiaseman 100 Mbps -ethernet-portit rajoittavat nopeuden noin lukemaan 94,5 Mbps. 
Jos portteina olisi ollut 1 Gbps -portteja, niin nopeus olisi luultavasti ollut noin 
110 Mbps. Tämä arvio johtuu siitä, että 20 MHz:n kaistanleveydellä saavutettiin noin 
55 Mbps:n nopeus, jonka pitäisi olla teorian mukaan puolet 40 MHz:n kaistanleveyden 
nopeudesta.
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600 Mbps:n nopeuteen pystyvät laitteet eroavat testeissä käytetyistä laitteista siten, että 
ne käyttävät neljää limittäistä datavirtaa. Testeissä käytetyt 300 Mbps:n nopeuteen 
pystyvät laitteet käyttävät kahta limittäistä datavirtaa. Datavirtojen määrän 
kaksinkertaistamisen pitäisi nostaa nopeus kaksinkertaiseksi, joten voidaan olettaa, että 
600 Mbps:n laitteilla yhteysnopeus olisi ainakin 200 Mbps.
802.11n-yhteys toimii myös 802.11g-ympäristössä kun käytetään 40 MHz:n 
kaistanleveyttä. Tällöin tosin 802.11g-verkko ei toimi kunnolla. Testien mukaan 800 
ns:n varoajan käyttäminen lamauttaa 802.11n-yhteyden lähes kokonaan, jos 
ympäristöstä löytyy 802.11g-verkko. Tämä asia vaatisi vielä lisää testaamista.
802.11n-yhteysnopeus pienenee melko paljon, kun tukiaseman ja työaseman välissä on 
esteitä ja etäisyyttä. Tällöin myös nopeus vaihtelee melko paljon. Testaamatta jäi verkon 
kantama sekä se, kuinka paljon nopeus laskee etäisyyden kasvaessa. 
Selvittämättä jäivät teoreettiset MAC-tason yhteysnopeudet. Ne laskemalla olisi saatu 
jotain, johon testien tuloksia olisi voitu verrata.
Jotkut [16] ovat pohtineet ethernetin korvaamista kokonaan 802.11n-verkoilla. 802.11n 
saavuttaa jo tämän hetken laitteilla 100 Mbps:n suorituskyvyn, mutta ainoastaan 
ihanteellisessa ympäristössä. Tukiaseman ja työaseman välisen signaalin on oltava 
todella hyvä, jotta saadaan hyvä yhteysnopeus. Jokaisen työaseman viereen ei ole 
kuitenkaan järkevää asentaa tukiasemaa, joten tukiaseman ja työaseman välillä saattaa 
olla esteitä ja pitkä välimatka. Tällöin yhteysnopeus kärsii. 802.11n ei myöskään tarjoa 
yhtä tasaista nopeutta kuin ethernet, vaan sen yhteysnopeus vaihtelee. Omasta 
mielestäni 802.11n ei pysty korvaamaan ethernetiä ainakaan näillä esistandardin 
mukaisilla laitteilla, joita testasin.
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