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Una red de comunicación es un grupo de equipos informáticos interconectados, por medio 
de los cuales se troca datos, para formar una red se requieren elementos como hardware, 
software y protocolos. La topología de una red es el vínculo de dispositivos e interconexiones 
entre ellos. Existen diferentes tipos de topologías, como: topología hibrida o mixta, red en 
malla, red en árbol, red en estrella, red en anillo, red en bus. Entre estas topologías 
encontramos los equipos como routers, switches, etc. En el caso de los routers la única forma 
que pueden enrutar es por medio de protocolos de enrutamiento, que son el conjunto de 
instrucciones que construyen la tabla de enrutamiento, es decir, las rutas que toman los 
paquetes para llegar a su destino final. Entre estos protocolos de enrutamiento podemos 
encontrar los protocolos RIP, IGRP, EIGRP, OSPF, BGP, EGP. Estos se pueden dividir en 
tipo A y tipo B. en tipo A encontramos, un administrador rutas que interconecta redes dentro 
de un único sistema autónomo llamado interior y un administrador de rutas que conecta 
diferentes sistemas autónomos llamado exterior. En tipo B encontramos los sistemas 
autónomos los cuales son un conjunto de redes o routers que tienen una única política de 
enrutamiento y que se ejecuta bajo una administración en común.  
En el presente informe se tratarán temas relacionados con la prueba de habilidades practicas 
CCNP, del diplomado de profundización cisco CCNP, como principio general se configurará 
interfaces loopback, enrutamiento EIGRP, OSPF, configuración de vecino BGP, 
configuración VTP, configuración DTP y creación y configuración de VLANs. Se proponen 
tres escenarios distintos sobre los cuales se documenta la solución, la cual corresponde al 
paso a paso de configuraciones de cada uno de los equipos y registro de resultados de 













Figura 1- topología sugerida 
 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los routers 
R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los routers. Configurar 
las interfaces con las direcciones que se muestran en la topología de red. 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de direcciones 
10.1.0.0/22 y configure esas interfaces para participar en el área 0 de OSPF. 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de direcciones 
172.5.0.0/22 y configure esas interfaces para participar en el Sistema Autónomo EIGRP 
10. 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las nuevas 
interfaces de Loopback mediante el comando show ip route. 
8 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 50000 y 
luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda T1 y 20,000 
microsegundos de retardo. 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su tabla de 




1.1. Configuraciones iniciales 
 
Para configurar los parámetros iniciales del router, se asigna el nombre del host 
al router, se protegen las líneas de acceso EXEC del usuario y por último se 
verifica y se guarda la configuración en ejecución.  
 
 
Figura 2- topología diseñada - Escenario 1 
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Router # configure terminal 
Router(config)# no ip domain-lookup 
Router(config)# line con 0 
Router(config-line)# logging synchronous 
Router(config-line)# exec-timeout 0 0 
Router(config-line)# end 
 
1.2. Configuración protocolos de enrutamiento  
 
Esta configuración expone, la activación del protocolo OSPF en el router y 
activación del protocolo en todas las interfaces.  
 
Router # configure terminal 
R1(config)# router ospf 1 
R1(config-router)# network 10.103.12.0 0.0.0.255 area 0 
R1(config-router)# exit 
 
Router # configure terminal 
R2(config)# router ospf 1 
R2(config-router)# network 10.103.12.0 0.0.0.255 area 0 
R2(config-router)# network 10.103.23.0 0.0.0.255 area 0 
R2(config-router)# exit 
 
Router # configure terminal 
R3(config)# router ospf 1 
R3(config-router)# network 10.103.23.0 0.0.0.255 area 0 
R3(config-router)# exit 
 
Router # configure terminal 
R3(config)# router eigrp 10 
R3(config-router)# no uto-summary 
R3(config-router)# network 172.29.34.0 0.0.0.255  
R3(config-router)# exit 
 
Router # configure terminal 
R4(config)# router eigrp 10 
R4(config-router)# no uto-summary 
R4(config-router)# network 172.29.34.0 0.0.0.255 
R4(config-router)# network 172.29.45.0 0.0.0.255 
R4(config-router)# exit 
 
Router # configure terminal 
R5(config)# router eigrp 10 
R5(config-router)# no uto-summary 




1.3. Configuración de direcciones  
 
Ip es el protocolo primitivo de conexión, responsable del envió y enrutamiento 




Router # configure terminal 
R1(config)# int s0/0/0 
R1(config-if)# ip address 10.103.12.1 255.255.255.0 
R1(config-if)# clock rate 128000 
R1(config-if)# no shut 
R1(config-if)# exit 
 
Router # configure terminal 
R2(config)# int s0/0/0 
R2(config-if)# ip address 10.103.12.2 255.255.255.0 
R2(config-if)# no shut 
R2(config-if)# exit 
R2(config)# int s0/1/0 
R2(config-if)# ip address 10.103.23.1 255.255.255.0 
R2(config-if)# no shut 
Router # configure terminal 
R3(config)# int s0/0/0 
R3(config-if)# ip address 10.103.23.2 255.255.255.0 
R3(config-if)# no shut 
R3(config)# int s0/1/0 
R3(config-if)# ip address 172.29.34.1 255.255.255.0 
R3(config-if)# clock rate 128000 
R3(config-if)# no shut 
R3(config-if)# end 
 
Router # configure terminal 
R4(config)# int s0/0/0 
R4(config-if)# ip address 172.29.34.2 255.255.255.0 
R4(config-if)# no shut 
R4(config)# int s0/1/0 
R4(config-if)# ip address 172.29.45.1 255.255.255.0 
R4(config-if)# no shut 
R4(config-if)# exit 
 
R5(config)# int s0/0/0 
R5(config-if)# ip address 172.29.45.2 255.255.255.0 
R5(config-if)# clock rate 128000 
R5(config-if)# no shut 
R5(config-if)# end 
 
2. Interfaces loopback en R1 
 
Loopback es una interfaz de red virtual, la dirección de loopback es el sentido 
particular que los hosts emplean para encaminar el tráfico hacia ellos mismos.   
 
 
Loopback 1 10.1.0.1/22 
Loopback 2 10.1.6.1/22 
Loopback 3 10.1.12.1/22 
Loopback 4 10.1.18.1/22 




R1(config)# conf terminal 
R1(config)# int loopback 1 
R1(config-if)# ip address 10.1.0.1 255.255.252.0 
R1(config-if)# exit 
R1(config)# int loopback 2 
R1(config-if)# ip address 10.1.6.1 255.255.252.0 
R1(config-if)# exit 
R1(config)# int loopback 3 
R1(config-if)# ip address 10.1.12.1 255.255.252.0 
R1(config-if)# exit 
R1(config)# int loopback 4 
R1(config-if)# ip address 10.1.18.1 255.255.252.0 
R1(config-if)# exit 
 
R1(config)# router ospf 1 
R1(config-router)# router-id 1.1.1.1 





3. Interfaces loopback en R5 
 
Loopback 5 172.5.0.1/22 
Loopback 6 172.5.6.1/22 
Loopback 7 172.5.12.1/22 
Loopback 8 172.5.18.1/22 
Tabla 2 - Interfaces loopback en R5 
R5(config)# conf terminal 
R5(config)# int loopback 5 
R5(config-if)# ip address 172.5.0.1 255.255.252.0 
R5(config-if)# exit 
R5(config)# int loopback 6 
R5(config-if)# ip address 172.5.6.1 255.255.252.0 
R5(config-if)# exit 
R5(config)# int loopback 7 
R5(config-if)# ip address 172.5.12.1 255.255.252.0 
R5(config-if)# exit 
R5(config)# int loopback 8 
R5(config-if)# ip address 172.5.18.1 255.255.252.0 
R5(config-if)# exit 
 
R5(config)# router eigrp 10 
R5(config-router)# no uto-summary 
R5(config-router)# network 172.5.0.0 0.0.3.255 
R5(config-router)# exit 
 





Figura 3 - Tabla de enrutamiento de R3 
5. Redistribución de rutas  
 
5.1. Rutas EIGRP en OSPF 
 
Para redistribuir EIGRP en OSPF se necesita un identificador de proceso EIGRP, 
la métrica que tendrán las rutas distribuidas de EIGRP en OSPF: ancho de banda, 
retardo, confiabilidad, carga y MTU (unidad máxima de transmisión).  
 
R3(config)# conf terminal 
R3(config)# router eigrp 10 




5.2. Rutas OSPF en EIGRP 
 
Para redistribuir OSPF en EIGRP se necesita el sistema autónomo de OSPF y la 
métrica especificada.  
 
R3(config)# conf terminal 
R3(config)# router ospf 1 








6. Resultados en R1 y R5 
 
 
Figura 4 - Resultados en R1 
 
 






Figura 6 - Topología sugerida 




INTERFAZ DIRECCION IP MÁSCARA 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 





INTERFAZ DIRECCION IP MÁSCARA 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 





INTERFAZ DIRECCION IP MÁSCARA 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
S 0/0 192.1.34.3 255.255.255.0 




INTERFAZ DIRECCION IP MÁSCARA 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 
S 0/0 192.1.34.4 255.255.255.0 





1. Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en AS1 y R2 
debe estar en AS2. Anuncie las direcciones de Loopback en BGP. Codifique los ID 
para los routers BGP como 11.11.11.11 para R1 y como 22.22.22.22 para R2.  
Presente el paso a con los comandos utilizados y la salida del comando show ip route. 
 
2. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar configurado 
en AS2 y R3 debería estar en AS3. Anuncie las direcciones de Loopback de R3 en 
BGP. Codifique el ID del router R3 como 33.33.33.33. Presente el paso a con los 
comandos utilizados y la salida del comando show ip route. 
 
3. Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar configurado 
en AS3 y R4 debería estar en AS4. Anuncie las direcciones de Loopback de R4 en 
BGP. Codifique el ID del router R4 como 44.44.44.44. Establezca las relaciones de 
vecino con base en las direcciones de Loopback 0. Cree rutas estáticas para alcanzar 
la Loopback 0 del otro router. No anuncie la Loopback 0 en BGP.  Anuncie la red 
Loopback de R4 en BGP. Presente el paso a con los comandos utilizados y la salida 
del comando show ip route. 
 
SOLUCIÓN 
Figura 7- Topología diseñada 
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Configuraciones iniciales  
R1 
Router> en 
Router# conf t 
Router(config)# no ip domain-lookup 
Router(config)# line con 0 
Router(config-line)# logging synchronous 
Router(config-line)# exec-timeout 0 0 
Router(config-line)# end 
Router# conf t 
Router(config)# hostname AS1 
AS1(config)# int s0/0 
AS1(config-if)# ip address 192.1.12.1 255.255.255.0 
AS1(config-if)# no shut 
AS1(config-if)# exit  
AS1(config)# int loopback 0 
AS1(config-if)# ip address 1.1.1.1 255.0.0.0 
AS1(config-if)# exit 
 
AS1(config)# int loopback 1 






Router# conf t 
Router(config)# no ip domain-lookup 
Router(config)# line con 0 
Router(config-line)# logging synchronous 
Router(config-line)# exec-timeout 0 0 
Router(config-line)# end 
Router# conf t 
Router(config)# hostname AS2 
AS2(config)# int s0/0 
AS2(config-if)# ip address 192.1.12.2 255.255.255.0 
AS2(config-if)# no shut 
AS2(config-if)# exit  
 
AS2(config)# int E1/0 
AS2(config-if)# ip address 192.1.23.2 255.255.255.0 
AS2(config-if)# no shut 
AS2(config-if)# exit  
 
AS2(config)# int loopback 0 
AS2(config-if)# ip address 2.2.2.2 255.0.0.0 
AS2(config-if)# exit 
 
AS2(config)# int loopback 1 








Router# conf t 
Router(config)# no ip domain-lookup 
Router(config)# line con 0 
Router(config-line)# logging synchronous 
Router(config-line)# exec-timeout 0 0 
Router(config-line)# end 
Router# conf t 
Router(config)# hostname AS3 
AS3(config)# int s0/0 
AS3(config-if)# ip address 192.1.34.3 255.255.255.0 
AS3(config-if)# no shut 
AS3(config-if)# exit  
 
 
AS3(config)# int E1/0 
AS3(config-if)# ip address 192.1.23.3 255.255.255.0 
AS3(config-if)# no shut 
AS3(config-if)# exit  
 
AS3(config)# int loopback 0 
AS3(config-if)# ip address 3.3.3.3 255.0.0.0 
AS3(config-if)# exit 
 
AS3(config)# int loopback 1 







Router# conf t 
Router(config)# no ip domain-lookup 
Router(config)# line con 0 
Router(config-line)# logging synchronous 
Router(config-line)# exec-timeout 0 0 
Router(config-line)# end 
Router# conf t 
Router(config)# hostname AS4 
AS4(config)# int s0/0 
AS4(config-if)# ip address 192.1.34.4 255.255.255.0 
AS4(config-if)# no shut 
AS4(config-if)# exit  
 
AS4(config)# int loopback 0 
AS4(config-if)# ip address 4.4.4.4 255.0.0.0 
AS4(config-if)# exit 
 
AS4(config)# int loopback 1 




1. Configuración del vecino BGP para AS1 y AS2 
 
BGP es el protocolo por medio del cual se troca información de direccionamiento 
entre sistemas autónomos.  
 
1.1. Paso a paso de comandos 
 
AS1# conf t 
AS1(config)# router bgp 10 
AS1(config-router)# bgp router-id 11.11.11.11 
AS1(config-router)# neighbor 192.1.12.2 remote-as 20 
AS1(config-router)# network 1.1.0.0 mask 255.0.0.0 
AS1(config-router)# network 11.1.0.0 mask 255.255.0.0 
AS1(config-router)# exit 
AS2# conf t 
AS2(config)# router bgp 20 
AS2(config-router)# bgp router-id 22.22.22.22 
AS2(config-router)# neighbor 192.1.12.1 remote-as 10 
AS2(config-router)# network 2.2.0.0 mask 255.0.0.0 
AS2(config-router)# network 12.1.0.0 mask 255.255.0.0 
AS2(config-router)# exit 
1.2. Resultados  
 
 




Figura 9 - Resultados en R2 
 
2. Configuración del vecino BGP para AS2 y AS3  
2.1. Paso a paso de comandos 
AS2# conf t 
AS2(config)# router bgp 20 
AS2(config-router)# neighbor 192.1.23.3 remote-as 30 
AS2(config-router)# exit 
AS3# conf t 
AS3(config)# router bgp 30 
AS3(config-router)# bgp router-id 33.33.33.33 
AS3(config-router)# neighbor 192.1.23.2 remote-as 20 
AS3(config-router)# network 3.3.0.0 mask 255.0.0.0 













Figura 10 - Resultados en R2 
 
 
Figura 11 - Resultados en R3 
 
 
3. Configuración del vecino BGP para AS3 y AS4 
3.1. Paso a paso de comandos 
AS3# conf t 
AS3(config)# router bgp 20 




AS4# conf t 
AS4(config)# router bgp 40 
AS4(config-router)# bgp router-id 44.44.44.44 
AS4(config-router)# neighbor 192.1.34.3 remote-as 30 
AS4(config-router)# network 14.1.0.0 mask 255.255.0.0 
AS4(config-router)# exit 
3.2. Resultados  
 
 
Figura 12 - Resultados en R3 
 
 






Figura 14 - Topología sugerida 
A. Configurar VTP 
 
1. Todos los switches se configurarán para usar VTP para las actualizaciones de VLAN. 
El switch SWT2 se configurará como el servidor. Los switches SWT1 y SWT3 se 
configurarán como clientes. Los switches estarán en el dominio VPT llamado CCNP 
y usando la contraseña cisco.  
 
2. Verifique las configuraciones mediante el comando show vtp status. 
 
B. Configurar DTP (Dynamic Trunking Protocol) 
 
1. Configure un enlace troncal ("trunk") dinámico entre SWT1 y SWT2. Debido a que 
el modo por defecto es dynamic auto, solo un lado del enlace debe configurarse como 
dynamic desirable. 
  





3. Entre SWT1 y SWT3 configure un enlace "trunk" estático utilizando el comando 
switchport mode trunk en la interfaz F0/3 de SWT1 
 
4. Verifique el enlace "trunk" el comando show interfaces trunk en SWT1. 
 
5. Configure un enlace "trunk" permanente entre SWT2 y SWT3. 
 
C.  Agregar VLANs y asignar puertos. 
 
1. En STW1 agregue la VLAN 10. En STW2 agregue las VLANS Compras (10), 
Mercadeo (20), Planta (30) y Admon (99) 
  
2. Verifique que las VLANs han sido agregadas correctamente. 
 
3. Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con la 
siguiente tabla. 
 
Interfaz  VLAN  Direcciones IP de los PCs  
F0/10  VLAN 10  190.108.10.X / 24  
F0/15  VLAN 20  190.108.20.X /24  
F0/20  VLAN 30  190.108.30.X /24  
Tabla 4 - puertos VLAN y direcciones ip sugeridas 
X = número de cada PC particular 
4. Configure el puerto F0/10 en modo de acceso para SWT1, SWT2 y SWT3 y asígnelo 
a la VLAN 10. 
  
5. Repita el procedimiento para los puertos F0/15 y F0/20 en SWT1, SWT2 y SWT3. 
Asigne las VLANs y las direcciones IP de los PCs de acuerdo con la tabla de arriba.  
 
D. Configurar las direcciones IP en los Switches. 
 
1. En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual Interface) 
para VLAN 99 de acuerdo con la siguiente tabla de direccionamiento y active la 
interfaz. 
Equipo  Interfaz  Dirección IP  Máscara 
SWT1  VLAN 99  190.108.99.1  255.255.255.0  
SWT2  VLAN 99  190.108.99.2  255.255.255.0  
SWT3  VLAN 99  190.108.99.3  255.255.255.0  




E. Verificar la conectividad Extremo a Extremo 
 
1. Ejecute un Ping desde cada PC a los demás. Explique por qué el ping tuvo o no tuvo 
éxito. 
  
2. Ejecute un Ping desde cada Switch a los demás. Explique por qué el ping tuvo o no 
tuvo éxito. 
 





A. Configuración de VTP 
 
Se puede configurar un conmutador para intervenir en modo servidor VTP o modo cliente 
VTP. 
 
Servidor VTP: en este se puede fundar, transformar, suprimir VLANs y detallar otros 
criterios de configuración. El servidor VTP anuncia su configuración de VLANs a otros 
interruptores en el mismo dominio de VTP. 
 
Cliente VTP: estos proceden igual al servidor VTP con la única diferencia que no pueden 
fundar, transformar ni suprimir VLANs.  
 
 
Figura 15- Topología diseñada 
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Switch# conf t 
Switch(config)# hostname SWT1 
SWT1(config)# vtp domain CCNP 
SWT1(config)# vtp mode client 
SWT1(config)# vtp password cisco 





Switch# conf t 
Switch(config)# hostname SWT2 
SWT2(config)# vtp domain CCNP 
SWT2(config)# vtp mode server 
SWT2(config)# vtp password cisco 




Switch# conf t 
Switch(config)# hostname SWT3 
SWT3(config)# vtp domain CCNP 
SWT3(config)# vtp mode client 
SWT3(config)# vtp password cisco 





2. Resultado de configuraciones 
Figura 16 - VTP mode client R1 
 




Figura 18 - VTP mode client R3 
B. Configuración de DTP (Dynamic Trunking Protocol) 
 
DTP opera entre interruptores y es el encargado de mecanizar la configuración troncal 
en enlaces ethernet. 
 




SWT1# conf t 
SWT1(config)# int f0/1 
SWT1(config-if)# switchport mode trunk 
SWT1(config-if)# switchport mode dynamic desirable 
SWT1(config-if)# exit 
SWT2 
SWT2# conf t 
SWT2(config)# int f0/1 





2. resultado de configuraciones 
 
 
Figura 19 – Enlace troncal en R1 
 
Figura 20 – Enlace troncal en R2 
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3. Configuración de enlace troncal estático entre SWT1 y SWT3 
SWT1# conf t 
SWT1(config)# int f0/3 
SWT1(config-if)# switchport mode trunk 
SWT1(config-if)# exit 
 
4. Resultados de configuración  
 
 
Figura 21- Enlace troncal estático en R1 
 




SWT2# conf t 
SWT2(config)# int f0/3 
SWT2(config-if)# switchport mode trunk 
SWT3 
 
SWT3# conf t 
SWT3(config)# int f0/1 





C. Creación de VLANs y asignación de puertos 
 
1. Creación de VLANs 
 
SWT1 
SWT1# conf t 
SWT1(config)# vlan 10 
 
En SWT1 no la podemos crear porque, en VTP la configuración de VLANs no está 
permitida ya que el dispositivo lo tenemos configurado en modo cliente.  
 
SWT2 
SWT2# conf t 
SWT2(config)# vlan 10 
SWT2(config-vlan)# name compras 
SWT2(config-vlan)# vlan 20 
SWT2(config-vlan)# name mercadeo 
SWT2(config-vlan)# vlan 30 
SWT2(config-vlan)# name planta 
SWT2(config-vlan)# vlan 99 
SWT2(config-vlan)# name admon 
SWT2(config-vlan)# exit 
2. resultado de configuraciones  
 
 
Figura 22 - VLANs 
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3. Tabla de asignación de puertos y direcciones ip  






















Tabla 6 - puertos y direcciones ip 
4. Configuración en modo acceso y asignación de VLAN 10 
 
SWT1 
SWT1# conf t 
SWT1(config)# int f0/10 
SWT1(config-if)# switchport access vlan 10 
SWT1(config-if)# exit 
SWT2 
SWT2# conf t 
SWT2(config)# int f0/10 
SWT2(config-if)# switchport access vlan 10 
SWT2(config-if)# exit 
SWT3 
SWT3# conf t 
SWT3(config)# int f0/10 
SWT3(config-if)# switchport access vlan 10 
SWT3(config-if)# exit 




SWT1# conf t 
SWT1(config)# int f0/15 
SWT1(config-if)# switchport access vlan 20 
SWT1(config-if)# exit 
SWT1(config)# int f0/20 





SWT2# conf t 
SWT2(config)# int f0/15 
SWT2(config-if)# switchport access vlan 20 
SWT2(config-if)# exit 
SWT2(config)# int f0/20 
SWT2(config-if)# switchport access vlan 30 
SWT2(config-if)# exit 
SWT3 
SWT3# conf t 
SWT3(config)# int f0/15 
SWT3(config-if)# switchport access vlan 20 
SWT3(config-if)# exit 
SWT3(config)# int f0/20 
SWT3(config-if)# switchport access vlan 30 
SWT3(config-if)# exit 
D. Configuración de direcciones ip en los switches 
Equipo  Interfaz  Dirección IP  Máscara 
SWT1  VLAN 99  190.108.99.1  255.255.255.0  
SWT2  VLAN 99  190.108.99.2  255.255.255.0  
SWT3  VLAN 99  190.108.99.3  255.255.255.0  
Tabla 7 - direcciones ip en los switches 
SWT1 
 
SWT1# conf t 
SWT1(config)# int vlan 99 
SWT1(config-if)# ip address 190.108.99.1 255.255.255.0 




SWT2# conf t 
SWT2(config)# int vlan 99 
SWT2(config-if)# ip address 190.108.99.2 255.255.255.0 




SWT3# conf t 
SWT3(config)# int vlan 99 
SWT3(config-if)# ip address 190.108.99.3 255.255.255.0 





E. verificación de conectividad extremo a extremo 
 
1. ping desde cada pc a los demás  
 


















Los pings no tienen éxito cundo se realizan a VLANs opuestas ya que no se 
realizó una configuración para que compartieran información. 






















Figura 24- ping PC-1 
Figura 25 - ping PC-6 
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2. ping desde cada switch a los demás  
 
 
Figura 26 - ping en  R1 



















Los pings entre switches son exitosos porque la ip que les fue asignada está configurada en 
la misma VLAN (VLAN 99) para los tres. 
 
3. ping desde casa switch a cada PC 
 
 
Figura 29 - ping desde R1 


















los pings no tienen éxito ya que no se configuro en ninguno de los switches una dirección ip 














Figura 30 - ping desde R2 
Figura 31 - ping desde R3 
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Si se quiere que tengan éxito se haría la siguiente configuración para cada uno de los switches 
con las respectivas ip de los PC  
 
SWT1# configure terminal 
SWT1(config)# int vlan 10 
SWT1(config-if)# ip address 190.108.10.10 255.255.255.0  
SWT1(config-if)# exit  
SWT1(config)#int vlan 20  
SWT1(config-if)# ip address 190.108.20.10 255.255.255.0  
SWT1(config-if)# exit  
SWT1(config)# int vlan 30  


























 se ejecutaron técnicas de configuración de protocolos de enrutamiento para routers 
como EIGRP y OSPF además de asignación de rutas a partir de las topologías y 
pautas propuestas en cada uno de los escenarios.    
  
 Todos los protocolos de enrutamiento tienen el mismo propósito: conocer sobre las 
redes remotas y adaptarse rápidamente cuando ocurre algún cambio, el método que 
usa un protocolo de enrutamiento para lograr este depende del algoritmo que use y de 
las características operativas de cada protocolo, Para BGP no es importante 
comunicar un conocimiento de cada subred de la organización, a este solo le interesa 
utilizar suficiente información para encontrar Sistemas autónomos (AS). 
 
 Se estudiaron las redes de área local virtuales (VLANs). El concepto de VLAN se 
emplea en el terreno de la informática para nombrar al desarrollo de redes lógicas 
vinculadas a una única red de tipo físico. estas son un método que permite crear redes 
que lógicamente son independientes. fue posible configurar varios dispositivos 
lógicos en un solo sistema, cada dispositivo lógico VLAN constituyó una instancia 
adicional del adaptador ethernet. Estos dispositivos lógicos se utilizaron para 
configurar las mismas interfaces IP de ethernet.  Esto nos permitió flexibilidad en 
cuanto a la configuración. 
 
 La conmutación se considera como el hecho de instaurar un camino de extremo a 
extremo a través de nodos o equipos de transmisión. Se usó VTP para configurar y 
administrar VLANs, VTP permitió centralizar y simplificar la administración de un 
dominio VLAN logrando establecer, anular, y asignar nombres a las mismas, 
disminuyendo así la obligación de estructurar la misma VLAN en todos los nodos.   
 
 Se efectuó la solución a la prueba de habilidades practicas CCNP, por medio de la 
cual se reconoció el nivel de conocimiento alcanzado a lo largo del diplomado de 
profundización cisco CCNP, aplicando temáticas abordadas en las diferentes 
unidades enfocadas en la solución de problemas en el ámbito laboral y profesional.   
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