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Em grupos de robôs móveis cooperativos, os chamados sistemas
multi-robôs, a comunicação é um fator de extrema importância para
a correta alocação e realização das tarefas. Essa comunicação é de-
terminada diretamente pela disposição geográfica dos robôs uns em
relação aos outros, a chamada topologia de comunicação. O controle
da topologia de comunicação em um grupo de robôs permite que certas
características da rede de comunicação sejam enfatizadas ou anuladas
de acordo com a movimentação dos robôs que a compõem. Neste tra-
balho são apresentadas duas abordagens para controle de topologia em
redes de robôs móveis, em função de quais propriedades dessas redes se
deseja exaltar: o controle de topologia para a minimização da comuni-
cação, que possibilita a redução do consumo de energia e da interferên-
cia causada pelos processos de comunicação; e o controle de topologia
para a manutenção da conectividade, que garante condições para a não
desconexão da rede, mesmo que esta esteja sob a influência de instabili-
dades. Através de um controle de conectividade baseado em consenso,
a ação dos algoritmos de controle da topologia é aplicada aos robôs
de maneira descentralizada, garantindo que as propriedades desejadas
ocorram. São realizados simulações e testes com robôs reais, compro-
vando a eficiência dos algoritmos propostos em garantir as propriedades
topológicas a eles associadas.
Palavras-chave: Sistemas multi-robôs, controle de topologia,
consenso, otimização, controle preditivo.

Abstract
In cooperative robot systems, also known as multi-robot sys-
tems, the communication is an extremely important factor for the cor-
rect allocation and execution of the robot tasks. This communication
is directly determined by the geographic position of the robots in rela-
tion each other, which is called communication topology. The topology
control can be used to change aspects of the communication topology,
allowing that some network characteristics are canceled or exalted, ac-
cording with the robot’s movement in the network. This work presents
two approaches for topology control in mobile robot networks that en-
sure certain properties: the topology control for minimization of the
communication, reducing the consumption of energy and the interfe-
rence caused by radio communication; and the topology control for
the connectivity maintenance, ensuring conditions for do not discon-
nection, even under unstable environments. Through of a connectivity
control based on consensus, the action of topology control algorithms
is applied to the robots in a decentralized way, ensuring the existence
of the desired properties. Finally, are made simulations and tests with
real robots, proving the efficiency of the proposed algorithms to ensure
the functions assigned to them.
Keywords: Multi-robot systems, topology control, consensus,
optimization, model predictive control.

Lista de Figuras
1.1 Aspectos do controle de topologia para minimização e
maximização da conectividade. . . . . . . . . . . . . . . 3
2.1 Grafo representando a topologia de comunicação entre
robôs de um grupo. . . . . . . . . . . . . . . . . . . . . 9
2.2 Estrutura básica de um controlador preditivo. Adaptado
de [1]. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 12
2.3 Comportamento de um controlador preditivo. Adaptado
de [1]. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 13
2.4 Topologia de comunicação proposta. . . . . . . . . . . . 18
2.5 Configuração inicial da topologia: os círculos represen-
tam áreas de comunicação e as setas o fluxo da infor-
mação. . . . . . . . . . . . . . . . . . . . . . . . . . . . 19
2.6 Variação da posição no plano após 200 iterações . . . . 19
2.7 Variação da posição no tempo após 200 iterações. . . . 20
3.1 Topologia de comunicação definida através do raio de
comunicação de um robô e seus vizinhos. . . . . . . . . 22
3.2 MST gerada para escopo de informação global (linhas
pretas) e local a 1-hop (linhas pretas e linha tracejada),
as linhas em cinza indicam as arestas iniciais do grafo. 29
3.3 Alocação de posição entre dois robôs que são vizinhos na
MST. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 32
3.4 Alocação de posição entre dois robôs não vizinhos na
MST. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 32
3.5 Situações para adição de novos links. . . . . . . . . . . 35
3.6 Relação entre o controle de topologia para a minimização
da comunicação e o controle de movimento de um robô. 37
3.7 Topologia de comunicação no estado inicial: círculos em
torno dos robôs indica a área de comunicação de cada
um. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 39
3.8 Topologia de comunicação após algumas iterações do
controle de topologia. . . . . . . . . . . . . . . . . . . . 40
3.9 Topologia de comunicação em seu estágio final, após a
execução do controle de topologia. . . . . . . . . . . . . 41
3.10 Diferenças de atuação do algoritmo (3.8a) no caso de
conhecimento global e no caso de conhecimento local. . 44
3.11 Nós críticos detectados sob escopo de informação local. 46
3.12 O robô 3 detecta sua criticidade e cria uma ligação vir-
tual entre os robôs 1 e 4 (linha tracejada). . . . . . . . 48
3.13 Substituição e remoção de link virtual quando uma liga-
ção melhor é detectada. . . . . . . . . . . . . . . . . . . 49
3.14 Remoção de link virtual associado a um nó anterior-
mente crítico. . . . . . . . . . . . . . . . . . . . . . . . 50
3.15 Remoção de link virtual após um de seus integrantes
perder comunicação com o nó crítico associado. . . . . 51
3.16 Remoção de link virtual após o nó crítico a ele associado
perder a comunicação com seus membros. . . . . . . . . 51
3.17 Relação entre o controle de topologia para a manutenção
da conectividade e o controle de movimento de um robô. 54
3.18 Configuração inicial da topologia: os círculos represen-
tam a área de comunicação de cada robô. . . . . . . . . 56
3.19 Topologia resultante para diferentes perspectivas após
a execução do algoritmo de resolução do TSP: linhas
tracejadas indicam ligações virtuais. . . . . . . . . . . . 57
3.20 Evolução do controle de topologia em quatro momentos
distintos: linhas tracejadas com setas indicam ligações
virtuais direcionadas. . . . . . . . . . . . . . . . . . . . 59
3.21 Evolução do controle de topologia utilizando links virtu-
ais. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 62
4.1 Grafos utilizados como referência. . . . . . . . . . . . . 69
4.2 Configuração inicial da topologia: círculos representam
a área de comunicação de cada robô e as setas indicam
troca de informação direcionada. . . . . . . . . . . . . . 72
4.3 Topologia resultante após 100 iterações do controle de
topologia. . . . . . . . . . . . . . . . . . . . . . . . . . . 73
4.4 Custo energético da rede durante 100 iterações. . . . . 74
4.5 Cobertura média das arestas da rede durante 100 itera-
ções. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 75
4.6 Variação do número de árvores geradoras da rede du-
rante 100 iterações. . . . . . . . . . . . . . . . . . . . . 75
4.7 Topologia de comunicação em dois instantes diferentes. 77
4.8 Variação do custo energético da rede. . . . . . . . . . . 78
4.9 Variação da cobertura média da rede. . . . . . . . . . . 78
4.10 Configuração inicial da topologia: círculos em torno dos
robôs indicam a área de cobertura de cada um. . . . . 80
4.11 Estado da rede após 200 iterações. . . . . . . . . . . . . 81
4.12 Variação da conectividade algébrica durante 250 itera-
ções. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 82
4.13 Variação da resistência efetiva durante 250 iterações. . 82
4.14 Variação do número de árvores geradoras durante 250
iterações. . . . . . . . . . . . . . . . . . . . . . . . . . . 83
4.15 Variação do número de links durante 250 iterações. . . 84
4.16 Variação da conexão algébrica durante a remoção de
cada um dos robôs. . . . . . . . . . . . . . . . . . . . . 86
4.17 Topologia resultante quando o robô 3 perde a comuni-
cação com todos os outros. . . . . . . . . . . . . . . . . 86
4.18 Topologia resultante quando o robô 1 perde a comuni-
cação com todos os outros. . . . . . . . . . . . . . . . . 87
4.19 A bi-conectividade é restaurada na rede. . . . . . . . . 88
4.20 Topologia resultante quando um novo robô é detectado. 89
4.21 Configuração inicial da topologia com 100 robôs dispos-
tos de maneira aleatória. . . . . . . . . . . . . . . . . . 89
4.22 Topologia resultante após 500 iterações do controle de
topologia. . . . . . . . . . . . . . . . . . . . . . . . . . . 90
4.23 Variação da conectividade algébrica durante a simulação. 91
4.24 Variação da resistência efetiva durante a simulação. . . 91
4.25 Variação do número de links durante a simulação. . . . 92
4.26 Robôs e ambiente de testes: à esquerda P3DX e à direita
P3AT. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 93
4.27 Topologia resultante após 100 iterações do controle de
topologia. . . . . . . . . . . . . . . . . . . . . . . . . . . 95
4.28 Topologia resultante após 100 iterações do controle de
topologia. . . . . . . . . . . . . . . . . . . . . . . . . . . 96
4.29 Topologia resultante após os robôs 1 e 3 perderem a co-
municação com todos os demais. . . . . . . . . . . . . . 96
4.30 Estrutura bi-conexa restaurada após ação do controle de
topologia. . . . . . . . . . . . . . . . . . . . . . . . . . . 97
A.1 Fluxo de execução do simulador. . . . . . . . . . . . . . 112
B.1 Determinação do erro angular e linear em relação à re-
ferência. . . . . . . . . . . . . . . . . . . . . . . . . . . 114
C.1 Grafo de comunicação entre a ros_interface e os robôs. 116
Lista de Tabelas
2.1 Configuração inicial de posição e velocidade. . . . . . . 17
3.1 Configuração inicial dos robôs. . . . . . . . . . . . . . . 38
3.2 Configuração final dos robôs. . . . . . . . . . . . . . . . 39
3.3 Configuração inicial de posição, raio de comunicação e
raio de cobertura. . . . . . . . . . . . . . . . . . . . . . 55
4.1 Medidas espectrométricas para grafos conhecidos. . . . 70
4.2 Configuração inicial de posição, raio de comunicação e
raio de cobertura (valores em metros). . . . . . . . . . 71
4.3 Configuração final de posição, raio de comunicação e raio
de cobertura (valores em metros). . . . . . . . . . . . . 73
4.4 Configuração inicial de posição, raio de comunicação e
raio de cobertura para o teste 1. . . . . . . . . . . . . . 80

Lista de Abreviaturas e Siglas
MPC Model Predictive Control . . . . . . . . . . . . . . . 11
RHC Receding Horizon Control . . . . . . . . . . . . . . . 12
LMST Localized Minimum Spanning Tree . . . . . . . . . . 27
MST Minimum Spanning Tree . . . . . . . . . . . . . . . 27
TSP Travelling Salesman Problem . . . . . . . . . . . . . 42
ROS Robot Operating System . . . . . . . . . . . . . . . 65
AEC Average Edge Coverage . . . . . . . . . . . . . . . . 69
VLINK Virtual Link . . . . . . . . . . . . . . . . . . . . . . 79
SYROCO Symposium on Robot Control . . . . . . . . . . . . 101
SBAI Simpósio Brasileiro de Automação Inteligente . . . . 101

Lista de Símbolos
G Grafo arbitrário . . . . . . . . . . . . . . . . . . . . 8
V Conjunto de vértices do grafo . . . . . . . . . . . . . 8
E Conjunto de arestas do grafo . . . . . . . . . . . . . 8
n Número de vértices do grafo . . . . . . . . . . . . . 8
A Matriz de adjacência . . . . . . . . . . . . . . . . . 9
aij Elemento da matriz de adjacência . . . . . . . . . . 9
i, j Índice da matriz de adjacência/robô . . . . . . . . . 9
R Conjunto dos números reais . . . . . . . . . . . . . . 9
x Estado da informação/posição . . . . . . . . . . . . 9
k Instante de tempo discreto . . . . . . . . . . . . . . 9
v Velocidade/Sinal de controle . . . . . . . . . . . . . 9
L Laplaciano da matriz de adjacência . . . . . . . . . 10
X Vetor de estados da informação . . . . . . . . . . . 10
V Vetor de sinais de controle . . . . . . . . . . . . . . 10
∆ Matriz de valência de um grafo . . . . . . . . . . . . 10
p Tamanho do horizonte de predição . . . . . . . . . . 11
J Funcional para o algoritmo de consenso . . . . . . . 14
∆k Passo temporal . . . . . . . . . . . . . . . . . . . . . 14
∆v Variação da velocidade . . . . . . . . . . . . . . . . 14
γ Fator de penalização para variação da velocidade . . 14
‖ · ‖ Norma arbitrária . . . . . . . . . . . . . . . . . . . . 14
‖ · ‖2 Norma euclidiana . . . . . . . . . . . . . . . . . . . 14
Xˆ Vetor de estados da informação previstos . . . . . . 16
Xi,0 Vetor de estados da informação iniciais para o robô i 16
T, T ′ Matrizes constantes . . . . . . . . . . . . . . . . . . 16
∆V Vetor de variações de velocidade . . . . . . . . . . . 16
Vi,0 Vetor de velocidades inicias para o robô i . . . . . . 16
Hi Componente matricial da função objetivo . . . . . . 16
fi Componente vetorial da função objetivo . . . . . . . 16
vx Velocidade na coordenada x . . . . . . . . . . . . . 17
vy Velocidade na coordenada y . . . . . . . . . . . . . 17
vmin Limite mínimo de velocidade . . . . . . . . . . . . . 17
vmax Limite máximo de velocidade . . . . . . . . . . . . . 17
rcom Raio de comunicação . . . . . . . . . . . . . . . . . 17
rcov Raio de cobertura . . . . . . . . . . . . . . . . . . . 17
N Conjunto de vizinhos diretos de um robô . . . . . . 24
N 1 Conjunto de vizinhos a 1-hop de um robô . . . . . . 25
N h Conjunto de vizinhos a h-hop de um robô . . . . . . 25
A(j) Linha j da matriz de adjacência . . . . . . . . . . . 25
wij Distância euclidiana entre i e j . . . . . . . . . . . . 27
αij Variável de decisão binária/entrada da matriz de
adjacência lógica . . . . . . . . . . . . . . . . . . . . 27
S Subconjunto de vértices . . . . . . . . . . . . . . . . 27
d˜ij Distância vetorial estimada entre i e j . . . . . . . . 27
A Matriz de adjacência lógica . . . . . . . . . . . . . . 29
κv Vértice-conectividade . . . . . . . . . . . . . . . . . 42
κe Aresta-conectividade . . . . . . . . . . . . . . . . . 42
W Matriz de distâncias . . . . . . . . . . . . . . . . . . 43
u Variável arbitrária de valor singular . . . . . . . . . 43
O Ordem de complexidade . . . . . . . . . . . . . . . . 43
λ2 Segundo menor auto valor da matriz Laplaciana . . 46
L Matriz Laplaciana obtida no contexto lógico . . . . 46
M (i) Submatriz gerada pela eliminação da linha e coluna
i de uma matriz de adjacência. . . . . . . . . . . . . 47
δ Valência mínima de um grafo . . . . . . . . . . . . . 67
ξ Número de árvores geradoras . . . . . . . . . . . . . 67
R Resistência efetiva . . . . . . . . . . . . . . . . . . . 68
Γ Custo energético de um grafo . . . . . . . . . . . . . 68
φ Fator de atenuação do sinal . . . . . . . . . . . . . . 68
C¯ Cobertura média das arestas de um grafo . . . . . . 69
Cij Cobertura da aresta (i, j) . . . . . . . . . . . . . . . 69
Sumário
1 Introdução 1
1.1 Motivação . . . . . . . . . . . . . . . . . . . . . . . . . . 4
1.2 Objetivos . . . . . . . . . . . . . . . . . . . . . . . . . . 5
1.2.1 Objetivos Específicos . . . . . . . . . . . . . . . . 5
1.2.2 Organização . . . . . . . . . . . . . . . . . . . . . 6
2 Cooperação e Consenso 7
2.1 Introdução ao Problema de Consenso . . . . . . . . . . . 8
2.2 Otimização e Controle Preditivo . . . . . . . . . . . . . 10
2.3 Resolvendo o Problema de Rendezvous Utilizando Con-
senso e MPC . . . . . . . . . . . . . . . . . . . . . . . . 13
2.3.1 Exemplo . . . . . . . . . . . . . . . . . . . . . . . 17
3 Controle de Topologia 21
3.1 Modelo de Comunicação . . . . . . . . . . . . . . . . . . 21
3.1.1 Escopo de Informação Global . . . . . . . . . . . 23
3.1.2 Escopo de Informação Local . . . . . . . . . . . . 24
3.2 Minimização da Topologia . . . . . . . . . . . . . . . . . 25
3.2.1 Minimização da Topologia Utilizando Programa-
ção Linear . . . . . . . . . . . . . . . . . . . . . . 26
3.2.2 Minimização do Consumo Energético e da Inter-
ferência . . . . . . . . . . . . . . . . . . . . . . . 29
3.2.3 Minimização de Links em Redes Dinâmicas . . . 30
3.2.4 Controle de Adição de Links . . . . . . . . . . . 34
3.2.5 Exemplo . . . . . . . . . . . . . . . . . . . . . . . 37
3.3 Manutenção da Conectividade . . . . . . . . . . . . . . . 40
3.3.1 Correção de Nós Críticos Utilizando o Problema
do Caixeiro Viajante . . . . . . . . . . . . . . . . 42
3.3.2 Correção de Nós Críticos Utilizando Ligações Vir-
tuais . . . . . . . . . . . . . . . . . . . . . . . . . 45
3.3.3 Controle de Conectividade Utilizando Consenso . 52
3.3.4 Exemplos . . . . . . . . . . . . . . . . . . . . . . 54
4 Resultados e Avaliação 65
4.1 Métricas para Análise de Robustez . . . . . . . . . . . . 66
4.1.1 Conectividade Algébrica . . . . . . . . . . . . . . 66
4.1.2 Número de Árvores Geradoras . . . . . . . . . . 67
4.1.3 Resistência Efetiva . . . . . . . . . . . . . . . . . 67
4.1.4 Custo Energético . . . . . . . . . . . . . . . . . . 68
4.1.5 Cobertura Média das Arestas . . . . . . . . . . . 68
4.1.6 Valores para Grafos Conhecidos . . . . . . . . . . 69
4.2 Simulações do Controle de Topologia para a Minimiza-
ção do Número de Links . . . . . . . . . . . . . . . . . . 70
4.2.1 Teste 1 - Avaliação da Redução no Consumo Ener-
gético e Interferência . . . . . . . . . . . . . . . . 71
4.2.2 Teste 2 - Efetividade em Redes Densas . . . . . . 76
4.3 Simulações do Controle de Topologia para Manutenção
da Conectividade . . . . . . . . . . . . . . . . . . . . . . 79
4.3.1 Teste 1 - Robustez da Topologia Resultante . . . 79
4.3.2 Teste 2 - Convergência em Topologias Dinâmicas 85
4.3.3 Teste 3 - Desempenho em Topologias Densas . . 88
4.4 Testes em Plataforma Experimental . . . . . . . . . . . 92
4.4.1 Minimização da Comunicação Utilizando a Pla-
taforma Experimental . . . . . . . . . . . . . . . 94
4.4.2 Manutenção da Conectividade na Plataforma Ex-
perimental . . . . . . . . . . . . . . . . . . . . . 94
5 Considerações Finais 99
5.1 Produções Técnicas . . . . . . . . . . . . . . . . . . . . . 100
5.2 Limitações . . . . . . . . . . . . . . . . . . . . . . . . . . 101
5.3 Trabalhos Futuros . . . . . . . . . . . . . . . . . . . . . 101
Referências 103
Apêndice A Simulador para o Controle de Topologia 109
Apêndice B Controle de Movimento de “Baixo Nível” 113
Apêndice C Interface de Comunicação com o ROS 115
Apêndice D Gerador de Grafos Aleatórios 119
1Capítulo 1
Introdução
Os desafios humanos na busca por soluções a problemas com-
plexos mostram uma linha de trabalho voltada à distribuição de tare-
fas. A divisão de um problema complexo em problemas menores, que
podem ser solucionados por vários indivíduos, reduz a complexidade
inicial da tarefa à colaboração entre esses indivíduos para se atingir um
objetivo compartilhado, que representa a solução comum esperada.
Em robótica móvel o conceito de trabalho colaborativo ocorre
pela necessidade de se realizar tarefas complexas que um único robô
não consegue resolver. Sistemas multi-robôs podem executar tarefas
com custo menor e com maior flexibilidade que robôs trabalhando in-
dividualmente. No entanto, manter a colaboração entre todos os indi-
víduos de um sistema como este exige que uma série de ações sejam
efetuadas, ações estas que muitas vezes não podem ser realizadas de
maneira distribuída, prejudicando a autonomia de tais robôs [2]. Além
desse problema, há aqueles relacionados à comunicação e à sua manu-
tenção durante a realização de tarefas colaborativas, que são capazes
de interferir na forma como os robôs interagem uns com os outros,
representando um grande obstáculo na integração entre diversos robôs.
Dentre as diversas tarefas que podem ser solucionadas por gru-
pos de robôs colaborativos, estão o monitoramento, vigilância ou explo-
ração de uma região, operações de busca e resgate de vítimas ou alvos
em áreas desconhecidas, aplicações militares, entre outras. Todas essas
tarefas exigem a troca de informação entre os robôs do grupo para que
um estado consensual de algumas destas informações seja atingido entre
eles, isto possibilitará a ação colaborativa sem prejudicar a autonomia
de cada robô no grupo [2]. Tradicionalmente, as diversas abordagens
colaborativas encontradas na literatura são classificadas entre duas es-
tratégias principais:
2• cooperação: ação colaborativa visando a realização de um obje-
tivo comum para todos os integrantes do sistema multi-robô;
• coordenação: interação entre os robôs para definir as ações a
serem realizadas por cada um, auxiliando no processo de tomada
de decisão no grupo.
Entre os principais trabalhos envolvendo cooperação e coordenação em
sistemas multi-robôs estão os apresentados por Murray [3], Lucas et
al. [4] e Cao et al. [5].
Ambas as estratégias são colaborativas e podem ser realizadas
de maneira centralizada e descentralizada. Em sistemas multi-robôs é
comum a utilização de estratégias centralizadas, apesar das descentrali-
zadas permitirem uma maior autonomia para cada robô do grupo. Isso
ocorre porque, dependendo da tarefa a ser executada, há uma série de
restrições que não podem ser garantidas quando se utiliza estratégias
de controle descentralizadas.
Na abordagem descentralizada cada robô calcula sua ação base-
ado apenas na troca de informações com os vizinhos, enquanto que na
abordagem centralizada, existe uma entidade de gerenciamento centra-
lizado, que possui a informação global sobre o estado do grupo de robôs
e determina, sozinha, quais serão as ações de cada robô.
Independentemente se a colaboração é realizada de forma cen-
tralizada ou decentralizada, a troca de informação é um fator deci-
sivo para a realização da tarefa compartilhada. Falhas na comunicação
oriundas de instabilidades provocadas pela presença de obstáculos no
ambiente ou por faltas nos dispositivos de comunicação podem com-
prometer a realização de tarefas. Neste aspecto, a topologia da rede de
comunicação é determinante para que os robôs completem suas tarefas
mesmo quando expostos a problemas de comunicação como esses.
Como os robôs são móveis e seus raios de comunicação são limi-
tados, a partilha de informação em um grupo de robôs é determinada
diretamente pela topologia de comunicação apresentada por esse grupo,
que é oriunda da localização espacial e, portanto, da distância entre
cada um dos robôs. Então, ajustar a posição desses robôs, objetivando
estruturar uma melhor configuração da topologia de comunicação, é
uma alternativa para solucionar os problemas específicos dessa rede de
comunicação que tornam o grupo de robôs vulnerável.
De acordo com Burkhart et al. [6], o controle ótimo de topolo-
gia é formado pelo equilíbrio entre a manutenção da conectividade e a
minimização do número de links na rede. Entretanto, ambas as abor-
dagens são conflitantes, desta forma sempre que se optar por atuar
preferencialmente com uma das abordagens a outra será anulada pro-

























Figura 1.1: Aspectos do controle de topologia para minimização e
maximização da conectividade.
No entanto, é comum na literatura, os trabalhos serem mais ob-
jetivos, optando por apenas uma abordagem, de acordo com o tipo
de problema que se pretende resolver. Os trabalhos de Li et al. [7],
Ahmadi e Stone [8], e Wagenpfeil et al. [9], por exemplo, tratam es-
pecificamente do controle de topologia para a manutenção da conecti-
vidade, utilizando para isso ferramentas oriundas de teoria dos grafos e
redes de computadores. Já os trabalhos de Casteigts et al. [10], Hassan
e Abuhaiba [11], e Halldórsson e Tokuyama [12], apresentam aborda-
gens relacionadas à minimização da topologia de comunicação para a
redução do consumo de energia bem como a redução da interferência
causal de cada indivíduo na rede, utilizando conceitos similares aos
apresentados nos trabalhos anteriores.
41.1. Motivação
Visando construir um ambiente colaborativo mais eficiente em
sistemas multi-robôs, pode-se utilizar estratégias para controlar a topolo-
gia de comunicação em prol da tolerância a certas instabilidades que
possam prejudicar as atividades colaborativas destes sistemas. Se esse
controle de topologia for dinâmico, adaptando-se à variação da topolo-
gia de comunicação, tem-se um sistema robusto, com capacidades de
atuação bastante extensas.
A teoria de consenso pode fornecer ferramentas suficientes para
tornar o controle de topologia adaptável à dinâmica da comunicação
entre robôs de forma descentralizada. Para tal, é preciso que o problema
de controle de topologia seja formulado como um problema de consenso
e, então, alguma lei de controle de movimento seja elaborada de forma
que os robôs se movimentem de maneira coordenada para garantir que
a propriedade desejada ao grafo de comunicação da rede seja atingida
de maneira global. Uma revisão sobre a teoria de consenso em sistemas
colaborativos pode ser encontrada em Ren et al. [13] e Olfati-Saber
et al. [2], e condições de convergência para problemas de consenso são
apresentadas em Ren e Beard [14].
No trabalho de Zavlanos et al. [15], é apresentado um algoritmo
de controle de topologia descentralizado para a manutenção da cone-
ctividade em redes dinâmicas de robôs móveis durante a realização de
flocagem1. Basicamente, esse algoritmo utiliza uma técnica de leilão
para definir um conjunto de links desnecessários a serem removidos
da rede sem que haja a desconexão entre os robôs. A remoção ocorre
quando ligações apresentam-se com um comprimento maior do que uma
certa margem de segurança, que é menor do que o raio de comunicação
dos robôs. Desta forma, a desconexão controlada ocorre apenas em
nível lógico, possibilitando uma rápida adaptação do grupo de robôs
às situações instáveis durante a realização da flocagem sem que haja
desconexão entre eles. Também é proposto um algoritmo de controle de
movimento baseado em campos potenciais para que os robôs ajam de
maneira coordenada e não percam a comunicação uns com os outros.
Casteigts et al. [16] apresenta um algoritmo de controle de movi-
mento para robôs com dinâmica de primeira ordem que garante a cons-
trução de topologias tolerantes a falhas de comunicação, no entanto,
as torna mais densas e sujeitas a interferências causadas pelas diversas
sobreposições das áreas de comunicação dos robôs. Seu algoritmo é
1Flocagem (do inglês flocking) é um termo utilizado para designar comporta-
mento grupal coordenado.
5descentralizado e se baseia em campos potenciais, utilizando conceitos
da Triangularização de Delaunay para movimentar os robôs, formando
estruturas triangulares que, no contexto geral, tornam a topologia re-
sistente à perda de links e robôs, sem que haja a desconexão da rede.
Utilizando consenso e controle preditivo, o trabalho de Ordoñez
et al. [17] aborda cooperação entre robôs para que estes possam atingir
um ponto de referência conhecido apenas por alguns deles. Sua estraté-
gia suporta falhas parciais na comunicação e se comporta de maneira
adequada, mesmo sob a influência de instabilidades nos dispositivos
de comunicação. O trabalho de Correia et al. [18], utiliza o mesmo
conceito apresentado por Ordoñez, para controlar a formação em um
grupo de robôs móveis autônomos de forma descentralizada durante o
seguimento de trajetória.
Com base nesses trabalhos, percebeu-se que o problema de con-
trole de topologia poderia ser tratado como um problema de consenso
a ser solucionado com técnicas de controle preditivo, como as apre-
sentadas por Ordoñez et al. [17]. Técnicas estas que, como visto nos
trabalhos referenciados, são suficientes para que os robôs de um sis-
tema multi-robô ajam de maneira colaborativa e descentralizada para
garantir determinadas propriedades ao grafo de comunicação referente
à topologia que se quer tratar.
1.2. Objetivos
O principal objetivo deste trabalho é desenvolver, utilizando fer-
ramentas providas pela teoria de consenso e controle preditivo, um al-
goritmo para o controle de topologia que permita a um grupo de robôs
móveis ajustar suas posições de acordo com um critério pré-definido
de maneira descentralizada, a fim de que o grafo de comunicação possa
ser tolerante à falhas e instabilidades, produza uma menor interferência
oriunda da sobreposição de áreas de transmissão diferentes e possua um
custo energético mínimo capaz de manter a sua estrutura. Como estes
interesses são, em parte, conflitantes, não espera-se que os algoritmos
desenvolvidos abordem todas as propriedades descritas anteriormente,
podendo apresentar-se de forma modular.
1.2.1. Objetivos Específicos
Os objetivos específicos que constituem este trabalho são os se-
guintes:
• Desenvolver um método de controle de topologia para minimi-
6zar a conectividade, a interferência causada pela sobreposição
de áreas de transmissão e o consumo de energia em uma rede de
robôs móveis;
• Desenvolver uma estratégia de controle de topologia para garan-
tir tolerância a falhas de comunicação para redes de robôs móveis
em ambientes instáveis;
• Adaptar o algoritmo de Ordoñez et al. [17] para garantir a co-
nectividade durante a realização do controle de topologia e que
as propriedades a serem inseridas na rede sejam realmente efeti-
vadas;
• Realizar testes e simulações que comprovem a eficiência dos al-
goritmos propostos;
• Testar os algoritmos propostos em plataformas robóticas experi-
mentais, utilizando robôs terrestres para verificar a factibilidade
de implantação destes algoritmos em aplicações reais.
1.2.2. Organização
O restante do documento é organizado da seguinte maneira:
• No capítulo 2 é apresentada uma pequena introdução à teoria de
grafos, consenso, otimização e controle preditivo, e o método de
Ordoñez et al. [17] é exposto e analisado detalhadamente;
• No capítulo 3, a abordagem proposta nessa dissertação é deta-
lhada;
• No capítulo 4 são elaborados alguns experimentos e simulações
a fim de avaliar o desempenho dos algoritmos propostos;
• Finalmente, no capítulo 5 são apresentadas considerações finais
a cerca dos algoritmos apresentados e propostas de trabalhos
futuros baseados nos resultados até então obtidos.
7Capítulo 2
Cooperação e Consenso
Em um ambiente cuja complexidade das tarefas a serem realiza-
das exige muito esforço físico e computacional, é comum a utilização de
técnicas que permitam a divisão dessas tarefas em sub-tarefas que pos-
sam ser realizadas de maneira distinta. Estratégias para distribuição
das tarefas têm sido aplicadas aos mais diversos segmentos da indús-
tria, e na robótica móvel não é diferente, pois, no geral, a divisão de
uma tarefa complexa em várias mais simples permite um barateamento
e simplificação dos robôs que a realizarão [5].
A divisão na execução de uma tarefa qualquer entre vários in-
divíduos (sejam robôs ou não) exige algum tipo de colaboração en-
tre eles, pois as sub-tarefas ainda são partes de um objetivo comum
a ser atingido. A cooperação e a coordenação são abordagens co-
laborativas costumeiramente utilizadas para a resolução de problemas
de uma maneira distribuída, e o consenso é uma técnica que per-
mite aos indivíduos de um grupo, obter valores similares para suas
ações, concretizando a ação conjunta em prol da realização de alguma
tarefa [2, 3, 19].
A seguir é apresentado uma introdução à teoria de consenso e à
teoria de grafos, destacando a importância do consenso na realização
de tarefas de maneira colaborativa. Então, é apresentado um pequeno
esboço a cerca de otimização e suas ramificações aplicadas no controle
de sistemas dinâmicos lineares. Finalmente, na seção 2.3, o algoritmo
de consenso descentralizado baseado em controle preditivo proposto
por Ordoñez et al. [17] para a resolução do problema de Rendezvous é
apresentado.
82.1. Introdução ao Problema de Consenso
Consenso, segundo a língua portuguesa, designa igualdade, con-
formidade de opiniões ou pensamento comum a cerca de algo [20]. Já
no contexto de controle cooperativo, consenso pode ser definido como o
compromisso entre os integrantes de um grupo a cerca de um objetivo
ou tarefa cujo conhecimento é coerente entre todos os membros desse
grupo [17]. É nesse contexto, que a definição de consenso nos interessa,
pois nos permite consolidar a ação cooperativa entre os indivíduos de
um grupo.
A principal vantagem do consenso para a realização de tarefas
cooperativas está na independência associada a cada membro do grupo
no processo de concordância. Isso possibilita o desenvolvimento de
algoritmos cooperativos completamente distribuídos, potencializando a
ação de vários robôs na resolução de tarefas complexas.
O consenso em um sistema distribuído no geral, pode ser definido
de diversas maneiras, de acordo com as variáveis de consenso, que
tratam da informação a ser modelada em prol da colaboração entre
tais robôs. Essa informação, na literatura, recebe o nome de estado da
informação, e pode assumir diversos valores e dimensões de acordo com
o problema a ser resolvido [13].
A estrutura de comunicação de um grupo de robôs móveis, por
outro lado, pode ser descrita através de um grafo ou suas variações
algébricas. Com isso, uma série de propriedades oriundas da teoria dos
grafos podem ser utilizadas para construir redes com características
específicas.
Seja um grupo de robôs definido pelo grafo da Figura 2.1 em que
cada nó representa um robô e cada aresta indica um link de comuni-
cação entre eles. A direção da aresta representa o fluxo de informação
entre os robôs, assim pode-se ter robôs que recebem e enviam infor-
mação (e.g. 1, 2 e 4) e robôs que apenas recebem (e.g. 5) ou apenas
enviam dados para seus vizinhos (e.g. 3).
Essa forma de representar uma rede de robôs móveis pode ser
modelada algebricamente através da matriz de adjacência, que rela-
ciona cada vizinho através da sua capacidade de se comunicar com os
demais membros do grupo. Um grafo arbitrário pode ser definido como
G = (V, E), onde V é o conjunto de vértices ou nós desse grafo, no caso
de uma rede de robôs, trata-se dos robôs, enquanto que E é o conjunto
de arestas, ou seja, as ligações entre cada robô pertencente à rede.
Desta forma, define-se a matriz de adjacência denotada por A para um
9Figura 2.1: Grafo representando a topologia de comunicação entre
robôs de um grupo.
grafo G, como:
A = [aij ] ∈ Rn×n,
onde n é o número de nós da rede e aij representa a relação de vizin-
hança entre o nó i e o nó j com aij > 0 se (i, j) ∈ E e aij = 0, caso
contrário [21].




0 1 0 1 0
1 0 1 0 0
0 0 0 0 0
1 0 0 0 0
0 0 0 1 0
 ,
onde cada linha que possui o valor 1 indica que o nó equivalente ao
índice da linha recebe informação do nó representado pelo índice da
coluna respectiva. O valor “1” pode ser substituído por qualquer outro
valor maior que zero, admitindo-se, nesse caso, regras de ponderação
que podem ser utilizadas para representar as características físicas da
rede.
Genericamente, tem-se que o consenso em um grupo de robôs
móveis pode ser definido por um algoritmo que convirja o estado da
informação de cada robô para um valor comum desejado. Desta forma,
pode-se definir a dinâmica do algoritmo de consenso para um grupo de




aij(xi[k]− xj [k]), i = 1, . . . , n, (2.1)
onde aij é o valor na matriz de adjacência para os robôs i e j, k é o
instante de tempo discreto, e x é a variável sobre a qual é realizado o
consenso [2].
10
A atualização da informação sobre a qual se deseja obter o con-
senso pode ser modelada como um sistema linear de primeira ordem,
que utiliza como entrada o resultado da equação (2.1), resultando em:
xi[k + 1] = xi[k] + vi[k]∆k,
onde ∆k é o passo de atualização.
É interessante notar que esse algoritmo pode ser elaborado para
que apresente comportamento descentralizado, pois cada robô i ne-
cessita apenas da informação local a cerca de sua vizinhança (aij), o
que o torna ideal para implementações reais. Para simplificar estas
implementações é comum a representação da equação (2.1) através do
laplaciano da matriz de adjacência que descreve a rede, originando a
seguinte equação:
V = −LX,
onde L = ∆−A é a matriz laplaciana, com ∆ = diag(∑nj=1 aij) sendo
a matriz de valência para o grafo G, X = [x0, . . . , xn]> é o vetor de
estados da informação e V = [v0, . . . , vn]> o vetor de sinais de controle
para todos os robôs.
Uma vez que o consenso sobre x é atingido, então o estado da
informação para todos os robôs da rede será o mesmo, desta forma:
lim
k→∞
|xi[k]− xj [k]| = 0 i, j = 1, . . . , n.
No entanto, para se atingir esse consenso global, algumas condi-
ções devem ser garantidas. De fato, a maior influência ao processo de
consenso sobre uma determinada variável, está na topologia de comu-
nicação adotada pelos robôs da rede. É imprescindível que haja pelo
menos uma árvore de extensão orientada na rede para que a informação
se propague de forma correta [22].
Uma árvore de extensão é um subgrafo que conecta todos os
vértices do grafo de que esta faz parte e é orientada quando esse grafo
é direcionado [21]. Assumindo que o estado da informação desejado é
conhecido apenas por alguns robôs, então essa informação deve ser a
raiz da árvore de extensão orientada. Desta forma, pode-se concluir
que em caso de falhas de comunicação permanentes, o consenso não se
realizará, sendo esta umas das principais restrições para esse tipo de
algoritmo.
2.2. Otimização e Controle Preditivo
Otimização é uma área da matemática aplicada que visa encon-
trar valores ótimos para variáveis de decisão constituintes de um deter-
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minado modelo matemático ao mesmo tempo que assegura a factibili-
dade de certas restrições impostas por este modelo [23]. Seu uso é muito
extenso, indo desde aplicações comerciais, financeiras até aplicações em
engenharia de produção e de transportes.
Basicamente, para ser definido como um problema de otimiza-
ção o mesmo deve conter certas características: possuir uma função
objetivo que descreva o comportamento a que se quer otimizar; con-
ter variáveis de decisão, que poderão ser definidas para otimizar a
função objetivo; e possuir restrições que caracterizem o espaço de
soluções factíveis para as variáveis de decisão, a fim de se garantir al-
guma propriedade do modelo físico.
O problema de consenso pode ser formulado como um problema
de otimização, para isto basta que a função objetivo desta formulação
represente a coesão entre os estados da informação disponíveis para
um valor desejado. Desta forma, têm se a seguinte formulação para o






s.t. aij ∈ {0, 1}
j 6= i
onde a função objetivo é definida pela diferença entre os estados da
informação do robô i e de todos os seus vizinhos, aij , xi e xj são
variáveis de decisão e j 6= i e aij ∈ {0, 1} são as restrições do problema.
Em teoria de controle pode-se utilizar algoritmos de otimização
para se calcular sinais ótimos para um determinado problema dada cer-
tas condições, é o chamado controle ótimo. Uma variação desse tipo
de controle é chamada de controle preditivo, ou Model Predictive Con-
trol (MPC) em que são calculadas as entradas ótimas para p instantes
futuros dado o estado atual do sistema.
Basicamente o controle preditivo funciona como um otimizador
temporal, que utiliza uma determinada faixa de previsões, conhecida
como janela temporal, para estipular o comportamento da planta que
se deseja controlar, e então calcular, para cada instante dessa janela,
qual é o melhor sinal de controle que minimiza o esforço de controle
e o erro em relação à referência para p instantes de tempo [1]. Em
cada iteração do algoritmo de controle preditivo, apenas a primeira
estimação de controle é utilizada como entrada na iteração seguinte,
quando a janela temporal avança uma unidade. Esse comportamento de
janela temporal deslizante é o que origina uma outra denominação pelo
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qual o controle preditivo é conhecido na literatura: Receding Horizon
Control (RHC).
A função objetivo pode ser modelada como uma equação linear,
mas é comum a utilização de uma formulação quadrática, na forma
1
2x
>Qx+ c>x, com restrições lineares, o que torna o problema convexo
e, portanto, menos custoso computacionalmente [23, 24]. A implemen-


















Figura 2.2: Estrutura básica de um controlador preditivo. Adaptado
de [1].
Um modelo matemático é utilizado para prever as saídas futuras
da planta, baseado nos valores atuais e passados. As ações de con-
trole futuro são calculadas pelo otimizador, levando em consideração
a função custo, anteriormente elaborada, assim como suas restrições.
Desta forma, minimiza-se o erro da referência em relação ao estado
atual e em relação aos estados futuros. A Figura 2.3 descreve esse
comportamento para um sistema arbitrário: v indica o sinal de con-
trole enquanto que x é a saída do sistema e xˆ é a saída estimada a
partir do modelo matemático que representa a planta.
O controle preditivo baseado em janelas deslizantes possui diver-
sas vantagens em relação ao controle tradicional, dentre elas:
• Comportamento intuitivo e ao mesmo tempo de fácil ajuste;
• Capacidade de controlar uma grande variedade de processos,
desde modelos mais simples a modelos extremamente complexos,
com altas taxas de atrasos e instabilidades comportamentais;





v[k + p2 ]
p
xˆ[k + p2 ]
k − 1 k k + 1 k + p
2
. . . . . . k + p. . .
Figura 2.3: Comportamento de um controlador preditivo. Adaptado
de [1].
• Extensões para o tratamento de restrições são conceitualmente
simples e podem ser sistematicamente incluídos durante o design
do controlador.
Essas e outras vantagens o tornam ideal para implementação
prática de algoritmos que exijam comportamento cooperativo e ao mes-
mo tempo descentralizado, é o que o algoritmo proposto por Ordoñez
et al. [17] apresenta em sua abordagem, como descrito a seguir.
2.3. Resolvendo o Problema de Rendezvous Uti-
lizando Consenso e MPC
O trabalho de Ordoñez et al. [17] apresenta uma formulação
baseada em controle preditivo que permite a um grupo de robôs móveis
cooperar entre si para atingir um determinado ponto conhecido por
apenas alguns deles, problema esse que, na literatura, é referenciado
como rendezvous [25, 26]. Trata-se de um algoritmo de programação
quadrática em que se estima, para uma determinada quantidade de
robôs, as p ocorrências da variável de consenso – nesse caso a posição
– que não violam as restrições do problema.
Basicamente o algoritmo consiste em um funcional J , modelado
de acordo com características cooperativas que se deseja manter ao
grupo de robôs, para que, através de uma ação de controle de primeira
14
ordem, possa-se garantir a convergência da informação em tais robôs
para um mesmo estado a respeito do ponto de encontro, ou seja, garan-
tir o rendezvous.
A partir da equação (2.1), pode-se adicionar um termo que cor-
responda ao ponto de encontro para o grupo de robôs, dessa forma
incorporando a questão do rendezvous ao algoritmo de consenso ante-




aij(xi[k]− xj [k])− air(xi[k]− xr[k]) (2.2)
onde air > 0 pode ser entendido como uma entrada na matriz de adja-
cência estendida, indicando se o robô i conhece ou não a referência, vi é
o sinal de controle oriundo do consenso e xr é a coordenada cartesiana
desse ponto de encontro.
Reescrevendo-se o algoritmo de consenso para o problema de ren-
dezvous como uma função quadrática, tem-se o funcional J composto














‖∆vi[k]‖2γi , i = 1, . . . , n. (2.3)
onde a notação ‖x‖2Q ≡ x>Qx e γi é um fator de ponderação para a
variação da velocidade do robô i (∆vi).
O primeiro termo da equação (2.3) procura penalizar a variação
de distância entre os robôs, isso significa que quando t→∞, a distância
entre i e j tenderá a zero, ou seja, esse termo implementa a questão
do rendezvous entre os robôs vizinhos, discutido anteriormente, como
uma parte da função objetivo da equação. O segundo termo é utilizado
para reduzir a distância entre o robô i e a referência para o instante de
predição k, assim como o primeiro termo, este busca o rendezvous, no
entanto, neste caso é em relação a uma referência, que pode ser fixa ou
variável, se houver seguimento de trajetória, por exemplo. Já o terceiro
termo garante que a velocidade de i seja o mais constante possível,
evitando discrepâncias de comportamento o que, na prática, obriga
os robôs a se comportarem de maneira ordenada, evitando variações
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muito bruscas de velocidade em determinados momentos e suavizando
o movimento destes robôs.
A princípio a única restrição a ser adicionada ao problema diz
respeito à saturação do sinal de controle, limitando a solução factível
a valores máximos e mínimos coerentes com o comportamento dese-
jado para os robôs. Mais adiante, outras restrições envolvendo o raio
de comunicação e o raio de cobertura serão adicionadas, com maiores
detalhes sobre sua adaptação no algoritmo original proposto.
Como a dinâmica integradora é de primeira ordem, então o valor
resultante após a otimização do funcional Ji é a velocidade do robô i
para um determinado instante de tempo, desta forma a posição de cada
robô i pode ser atualizada conforme:
xi[k] = xi[k − 1] + vi[k]∆k
onde k é o instante de tempo discreto e ∆k é o passo temporal.
Por se tratar de uma abordagem descentralizada não é possível
conhecer os sinais de controle ótimos para os vizinhos do robô i. Assim,
utiliza-se uma aproximação para os valores dos robôs vizinhos, de forma
que vj [k] ≈ vj [0] e xj [k] ≈ xj [0] ∀k = 1, . . . , p, com isso pode-se estimar
a posição dos robôs vizinhos para todos os instantes de predição.
Opcionalmente pode-se reescrever a função (2.3) na forma ma-
tricial para visualizar melhor como o algoritmo é implementado para
todos os instantes de predição, com isso a dinâmica de atualização do
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onde T é uma matriz triangular inferior de ordem p multiplicada por
∆k e T ′ é uma matriz auxiliar de mesma ordem, assim como todos
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evidenciando-se Vi e escrevendo-se J como uma função quadrática na
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Pode-se, ainda, definir o problema de otimização quadrática como
uma função relacionando os valores das coordenadas do espaço carte-
siano onde é realizado o consenso, no caso, em duas dimensões, resul-


























onde vxi ∈ V xi é a velocidade na coordenada x e vmax e vmin são as
velocidades máximas e mínimas, respectivamente.
As velocidades nas coordenadas x e y são desacopladas em re-
lação as restrições aplicadas nessa formulação, isso significa que elas
poderiam ser determinadas independentemente, entretanto, como será
visto mais adiante, algumas restrições podem acoplar essas coorde-
nadas, devido a isso optou-se por criar uma formulação em que as
velocidades em ambas as coordenadas possam ser calculadas simul-
taneamente.
2.3.1. Exemplo
Nessa seção é apresentado um exemplo simples de aplicação do
algoritmo de consenso cooperativo em um grupo de robôs móveis su-
jeitos ao problema de rendezvous, onde há um ponto de encontro e
apenas alguns robôs do grupo tem conhecimento dessa referência.
Seja um grupo de seis robôs omnidirecionais com as posições
iniciais definidas segundo a Tabela 2.1. Os valores máximos e mínimos
Tabela 2.1: Configuração inicial de posição e velocidade.
robô x y vx vy
1 60 85 0 0
2 100 155 0 0
3 145 170 0 0
4 40 50 0 0
5 70 30 0 0
6 185 140 0 0






[−1 −1] i = 1, . . . , 6.
Os robôs são heterogêneos e, portanto, possuem raios de comu-
nicação diferentes, dados conforme:
rcomi = [70, 90, 50, 50, 30, 30] i = 1, . . . , n.





indica a posição de referência para o rendezvous.
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Figura 2.4: Topologia de comunicação proposta.
Todas as coordenadas são em metros e as velocidades em metros por
segundo.
Como se observa na Figura 2.4, apenas o robô 3 recebe infor-
mação a respeito da referência, porém existe uma árvore direcionada
partindo do robô 2 para todos os demais robôs, o que fornece a condição
necessária para a realização do consenso entre todos os robôs.
Os parâmetros do algoritmo de controle são definidos como: p =
5 e ∆k = 0.5s onde p é o horizonte de predição e ∆k é o passo temporal.




0 1 0 1 0 0
0 0 1 0 0 0
0 1 0 0 0 0
1 0 0 0 0 0
1 0 0 1 0 0
0 0 1 0 0 0

A matriz resultante é assimétrica, pois a topologia de comunicação é
direcionada.
A Figura 2.5 representa a topologia descrita e o raio de comu-
nicação de cada robô, juntamente com a referência (o ponto em ver-
melho). Como os raios de comunicação de cada robô são diferentes, os
canais de comunicação descritos pela Figura 2.4 serão habilitados con-
forme os robôs se aproximam. As linhas em azul indicam comunicação
bidirecional, as setas em magenta indicam comunicação direcionada, os
nós pretos são nós que recebem e enviam mensagens e os nós azuis ape-
nas recebem, o círculo em torno dos robôs indica o raio de comunicação
de cada um.
São executadas 200 iterações do algoritmo, o que implica em
200 rodadas de troca de mensagens entre todos os robôs. Na Figura
2.6 observa-se a movimentação de todos os robôs de suas posições de
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Figura 2.5: Configuração inicial da topologia: os círculos representam
áreas de comunicação e as setas o fluxo da informação.
origem até o ponto de encontro.





















Figura 2.6: Variação da posição no plano após 200 iterações
Como se percebe na Figura 2.7, após aproximadamente 160 ite-
rações todos os robôs atingem o ponto de referência, o que comprova
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a eficácia do algoritmo em resolver o problema de rendezvous para um
grupo de robôs.




































Neste capítulo, são apresentadas as contribuições deste trabalho:
três algoritmos para controle de topologia em redes de robôs móveis.
O primeiro algoritmo utiliza uma estratégia onde se encontra a árvore
geradora mínima da rede para reduzir o número de links em um grupo
de robôs móveis. No segundo e no terceiro algoritmo estrutura-se uma
topologia tolerante a falhas de comunicação utilizando propriedades
oriundas de teoria dos grafos e procura-se manter essa estrutura mesmo
quando há instabilidades nos canais de comunicação dos robôs. Ambas
as estratégias são elaboradas para topologias dinâmicas – onde os robôs
são móveis – e utilizam um algoritmo de controle de movimento baseado
no trabalho de Ordoñez et al. [17] para garantir que o controle de
topologia aplicado aos robôs seja efetivo em cumprir os seus objetivos
em um ambiente cooperativo.
A seguir, uma série de considerações são feitas, um modelo de co-
municação determinístico é apresentado e os três algoritmos propostos
para controle de topologia são detalhados. Em seguida, no capítulo 4,
são realizadas algumas simulações numéricas e avaliações críticas dos
algoritmos apresentados, bem como experimentos com uma plataforma
robótica comercial.
3.1. Modelo de Comunicação
Em um sistema multi-robô qualquer, a topologia de comunicação
e, portanto, as relações de vizinhança entre os robôs são dadas através
da relação entre o raio de comunicação e o raio de cobertura de cada
robô. O raio de comunicação de um robô qualquer é a distância máxima
que esse robô consegue enviar informação e é proporcional à potência
do rádio transmissor desse robô. Já o raio de cobertura de um robô
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determina a sua área segura, na qual outro robô não deve estar. Geral-
mente tem-se um raio de cobertura maior do que o raio do robô e menor
do que a metade do seu raio de comunicação [27]. O raio de cobertura é
usado para evitar colisões ou para maximizar a cobertura de uma área
de monitoramento, por exemplo.
Uma vez que todos os robôs tenham o mesmo raio de comu-
nicação, eles estarão em uma topologia completamente bi-direcional,
onde o fluxo de informação ocorre em ambos os sentidos para qualquer
par de robôs conectados. No entanto, se a rede for composta por robôs
heterogêneos, cujos raios de comunicação diferem, então teremos uma
rede de comunicação cujo fluxo de informação pode ser direcionado.
Ambas as redes podem ser representadas por grafos, no entanto,
redes direcionadas são representadas por grafos direcionados, os chama-
dos dígrafos (como o apresentado na Figura 2.1). A Figura 3.1 repre-
senta o processo de construção da vizinhança para um robô i qualquer













Figura 3.1: Topologia de comunicação definida através do raio de
comunicação de um robô e seus vizinhos.
i recebe e envia informação para o robô q, pois ambos encontram-se
dentro da área de comunicação um do outro, no entanto, o robô i não
recebe informação do robô j embora o contrário ocorra, pois não se
encontra dentro da área de comunicação deste, resultando em um link
direcional de i para j. As setas em vermelho indicam a direção do fluxo
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da informação, rcom é o raio de comunicação dos robôs e rcovi é o raio
de cobertura do robô i.
Considerando uma topologia de comunicação dinâmica, geral-
mente encontrada em redes de robôs móveis, tem-se uma maior com-
plexidade na definição do fluxo de informação, já que isso depende da
forma como tais robôs se movimentam. O controle de topologia, então,
se encarrega de gerenciar como, através da topologia de comunicação,
os robôs se movimentarão para garantir certas propriedades ou realizar
determinadas tarefas.
A informação a respeito da topologia de comunicação se resume à
matriz de adjacência relativa ao grafo que representa esta rede. De fato,
para que um robô possa atuar sobre a sua topologia de comunicação,
basta que este conheça a matriz de adjacência que descreve essa topolo-
gia. Conforme a topologia de comunicação mude devido a movimen-
tação dos robôs que a compõe, adota-se a notação A[k] = [aij [k]]n×n,
com aij [k] > 0 se e somente se (i, j) ∈ E [k] para representar a sua
dinâmica discreta de forma algébrica.
A dinâmica de atualização da topologia de rede pode ser des-
crita através da dinâmica de atualização da matriz de adjacência. Nas
duas seções seguintes, essa dinâmica de atualização é detalhada sob o
contexto da informação global e local.
3.1.1. Escopo de Informação Global
Em uma abordagem onde a informação a respeito da topologia
e, portanto, da matriz de adjacência que representa essa topologia é
global, existe um consenso sobre o estado da rede em um dado instante
para todos os robôs que a compõem. Apesar de ser uma abordagem que
pode ser descentralizada, cada robô deve possuir o conhecimento global
sobre a rede para que isso seja possível. Entretanto, isto não é perti-
nente para redes compostas por muitos nodos e geralmente se restringe
a aplicações em pequenos grupos de robôs ou sensores estáticos.
A vantagem de se utilizar a informação global é que pode-se
atingir a configuração ótima da topologia em um determinado instante
de tempo, pois admite-se que a informação em cada nodo poderá ser
a mesma em algum momento. Entretanto, manter o estado da infor-
mação consistente para todos os membros da rede durante o intervalo
de execução da tarefa mostra-se um desafio bastante complexo, prin-
cipalmente se houver muitos nodos, interferências ou mesmo falhas de
comunicação.
De maneira geral, pode-se definir a informação global como sendo
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uma função local de atualização da informação sobre a qual se quer
manter o consenso. Seja Ai[k] a matriz de adjacência que descreve um
grafo qualquer G[k] = (V[k], E [k]) para um robô i em um instante de
tempo k. Como a informação a respeito do estado da rede é global,
então limk→∞ |Ai[k] − Aj [k]| = 0 ∀i, j ∈ {1, . . . , n} e a dinâmica de
atualização dessa informação para cada robô em um determinado ins-




(Ai[k − 1] ∨Aj [k − 1]) (3.1)
onde
∨
(·) é um OU lógico cumulativo que compara todas as instâncias
de (·) para o conjunto utilizado como domínio deste operador, (·)∨(·) é
um OU lógico convencional e Ni é o conjunto de vizinhos de i, definido
como:
Ni = {j ∈ V : (i, j) ∈ E}
A equação descrita em (3.1) funciona bem caso não haja remoção
de links, no entanto, em caso de perda de comunicação ou mudanças
inesperadas em relação a uma determinada vizinhança, essa dinâmica
não descreverá a correta propagação do estado global da rede.
3.1.2. Escopo de Informação Local
Em uma abordagem cujo escopo da informação é local, não con-
templando todos os indivíduos da rede, procura-se reduzir a necessidade
da informação global através de estimativas locais a respeito de um de-
terminado grau de vizinhança para cada robô. Em geral, restringe-se
essa informação ao menor nível possível de vizinhança, no entanto, é
comum a utilização de informações um pouco mais completas em de-
terminados casos.
O grau de vizinhança de um robô é descrito através do número
de saltos (em inglês hops) em nodos necessários para se atingir tal
robô. Os vizinhos mais próximos de um robô i qualquer podem ser
descritos na forma N 0i = Ni, assim como os vizinhos dos vizinhos de i:
N 1i = {j ∈ N 0i ; q ∈ V; q /∈ N 0i : (j, q) ∈ E}. De uma forma genérica, a
vizinhança a h-hop para um robô i pode ser descrita como:
N hi = {j ∈ N h−1i ; q ∈ V \ {N 0i ∪N 1i ∪ . . . ∪N h−1i } : (j, q) ∈ E}
onde o número sobrescrito representado por h indica a distância em
hops do escopo da informação, enquanto que o número subscrito re-
presentado por i é o índice do robô a que se refere essa vizinhança e a
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operação (·)\(·) indica o complemento do conjunto à direita em relação
ao da esquerda.
A dinâmica de atualização da matriz de adjacência de i assume,
portanto, a seguinte forma:
A
(j)
i [k] = A
(j)
j [k − 1] ∀j ∈ N hi (3.2)
onde A(j)i ∈ R1×n representa a linha j da matriz de adjacência de i,
levando-se em consideração que, para uma matriz de adjacência qual-
quer, aij > 0 indica que o robô i recebe informação de j.
Como a propagação da informação requer um menor número
de robôs para ocorrer, tem-se uma estrutura da informação mais só-
lida e coerente em relação ao estado da rede para o escopo local, isso
permite uma atualização mais rápida do estado real da rede em cada
robô, mesmo em redes com grandes quantidades de nodos ou falhas de
comunicação constantes.
3.2. Minimização da Topologia
Segundo Santi [27], em uma rede de sensores ou robôs a maior
parte do consumo de bateria se dá pelas ações envolvendo o sistema
de comunicação (e.g. enviar e receber mensagens). Existem outras
ações, como processamento de informações e movimentação (no caso de
veículos), que também consomem bastante energia, no entanto, alterar
aspectos dessas atividades pode influenciar negativamente a realização
das tarefas relativas a cada nó da rede. Desta forma, seria interessante
utilizar alguma estratégia que permita minimizar o consumo de bateria
causado pelo processo de comunicação sem prejudicar a atuação dos
robôs ou sensores na realização de suas tarefas. Além disso, a inter-
ferência causada pelos robôs uns aos outros devido a sobreposição de
transmissões é um dos principais motivos de instabilidades e perda de
comunicação em redes desse tipo.
Devido a isso, diversos trabalhos têm abordado estratégias de
minimização da comunicação em sistemas multi-robôs e redes de sen-
sores sem fio, visando, além da economia de energia, a redução da inter-
ferência entre os robôs da rede. Algumas estratégias, como as apresen-
tadas em Casteigts et al. [10], utilizam algoritmos de minimização de
grafos para reduzir o número de links entre os nodos da rede e minimi-
zar a topologia de comunicação entre eles. O trabalho de Halldórsson e
Tokuyama [12] utiliza a minimização do raio de comunicação dos robôs
para reduzir a interferência causada pelas transmissões simultâneas,
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garantindo o estado de conectividade da rede. Em Bukhart et al. [6],
a relação entre a maximização da conectividade e o aumento da inter-
ferência na comunicação é relatada e um controle de topologia ótimo,
que garante a comunicação e reduz a interferência, é proposto. No
trabalho de Johansson e Carr-Motyčková [28], apresenta-se uma nova
técnica para determinar a interferência causada pela sobreposição de
áreas de transmissão de dados e um controle de topologia que minimiza
os efeitos dessa sobreposição. Finalmente, em Hassan e Abuhaiba [11],
um controle de topologia para a minimização do consumo de energia
e da interferência é proposto. Este algoritmo utiliza a informação de
ociosidade dos nós para desligá-los, quando possível, criando uma rede
esparsa e reduzindo a interferência de comunicação. Todas essas es-
tratégias baseiam-se na utilização de algoritmos que procuram minimi-
zar o custo dos vértices da rede e resultam em uma árvore de expansão
mínima (MST do inglês Minimum Spanning Tree), o que as diferencia
é a forma como a minimização é aplicada para reduzir a interferência
ou o consumo de energia e as métricas utilizadas.
Na literatura, há dois tipos de abordagens para o processo de
minimização da topologia em um grupo de robôs móveis: abordagem
centralizada com informação global e abordagem descentralizada com
informação local. A segunda abordagem também pode utilizar infor-
mação global, no entanto, isso é menos usual e neste trabalho não será
considerado. A abordagem adotada nos algoritmos propostos neste
trabalho é descentralizada e com escopo de informação local, embora
a abordagem centralizada com informação global seja utilizada como
fator comparativo em determinados momentos.
A seguir é apresentado o algoritmo de minimização da topologia
de comunicação em um grupo de robôs móveis, que utiliza otimização
linear inteira para gerar uma MST que será utilizada como base para
a redução da interferência e consumo de energia pelos robôs. Logo
após, um algoritmo para controle da conectividade em redes dinâmicas
é proposto, de forma que este garanta a conectividade e a minimização
da rede.
3.2.1. Minimização da Topologia Utilizando Pro-
gramação Linear
Diversos algoritmos são conhecidos na literatura para a mini-
mização de grafos e geração de árvores de caminho mínimo em tais
grafos. Os principais são o algoritmo de Kruskal e o algoritmo de
Prim, originalmente desenvolvidos para lidar com a informação global
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sobre o estado da rede [29]. Existem trabalhos onde se altera parcial-
mente esses algoritmos, permitindo que estes funcionem com um escopo
reduzido de informação a respeito do estado da rede [30, 31].
Para a solução do problema de se encontrar a árvore mínima,
num contexto local, pode-se desenvolver um algoritmo localizado como
o proposto em Li et al. [30], onde se utiliza uma variação do algoritmo de
Kruskal (originalmente centralizado) para gerar uma LMST (Localized
Minimum Spanning Tree) com base na informação da vizinhança no
escopo de 1-hop. Como trata-se de uma abordagem local, caso haja
ciclos envolvendo pelo menos 2h + 4 robôs, estes não serão removidos
da LMST, no entanto, mesmo com links redundantes originalmente não
encontrados na MST global, MST ⊆ LMST , o que torna essa solução
aceitável para um contexto não muito restritivo.
Neste trabalho optou-se por utilizar uma formulação baseada em
programação linear inteira para construir um algoritmo de minimização
similar ao algoritmo de Prim. Tal formulação segue a ideia proposta em
Dantzig et al. [32] com algumas diferenças nas restrições. As equações










αij = n− 1 i 6= j (3.3b)∑
i,j∈S
αij 6 |S| − 1 ∀S ⊆ V (3.3c)
αij ∈ {0, 1} ∀i, j ∈ V (3.3d)
onde αij é uma variável de decisão que indica a presença de ligação
entre os nós i e j, |S| indica o tamanho do conjunto S, A = [αij ] ∈
Rn×n ∀i, j ∈ V é a matriz de adjacências resultante da solução do
problema de otimização e wij = ‖d˜ij‖2 é a norma euclidiana estimada
entre i e j.
A equação (3.3b) representa a restrição que obriga o número de
links na rede ser igual ao número de robôs menos um, desta forma o
grafo resultante do algoritmo de Prim será uma árvore geradora, ou
seja, terá o número mínimo de arestas para se manter conexo. Já a
equação (3.3c) indica a remoção de ciclos no grafo, esta restrição é in-
teressante porque é a mais influente no desempenho da otimização. No
geral, como é necessário avaliar todos os subconjuntos S contidos em
V, tem-se um número exponencial de restrições em relação ao número
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de nós, o que pode tornar o problema demasiadamente difícil de se re-
solver, ou mesmo infactível dependendo da quantidade de nós na rede.
Diversas alternativas são encontradas na literatura para contornar esse
problema, as mais conhecidas são a formulação MTZ [33] e as formu-
lações mistas baseadas em corte [34] que conseguem um número poli-
nomial de restrições, no entanto, são mais fracas e suscetíveis a valores
não ótimos em determinados casos. Neste trabalho optou-se pela uti-
lização dessa restrição porque, além de sua confiabilidade ser maior, a
quantidade de robôs utilizados no processo de minimização é restrito ao
escopo local de 1-hop, reduzindo drasticamente o custo computacional
envolvido em comparação com uma abordagem global, por exemplo.
A informação do robô i em relação a seus vizinhos mais próximos
(Ni) é sempre adiantada em um instante de tempo, pois o processo de
comunicação e a ação de movimento não ocorrem simultaneamente, o
que implica que, para vizinhos a escopo h-hop, a informação de i estará
adiantada em h + 1 instantes de tempo. Com isso a distância vetorial
entre i e j é calculada a partir da posição estimada do robô j e da
posição do robô i no instante k − (h+ 1), como segue:
d˜ij [k] = x˜j [k]− xi[k − (h+ 1)],
o robô i não conhece a posição de j para o instante k, então estima-se
que x˜j [k] = xj [0].
Quando a informação sobre o estado da rede é global, a MST
gerada pela função (3.3a) é ótima, no entanto é bastante custosa com
a restrição (3.3c). Já quando o estado da informação da rede é obtido
de forma local, a partir da informação de h-hop vizinhos, tem-se uma
MST não ótima (pois pode conter ciclos), mas com baixo custo com-
putacional, sendo mais eficiente em grupos muito grandes de robôs,
onde manter o conhecimento global da rede é praticamente impossível.
Na Figura 3.2 pode-se observar a diferença prática para uma rede
com 10 nós e 15 arestas onde existe um laço envolvendo 6 nós. Nesse
caso a informação local é de 1-hop, ou seja, um laço com 6 nós ou mais
não é percebido pelo algoritmo de otimização. A aresta tracejada em
vermelho indica uma ligação que deveria ser removida, pois não faz
parte da MST e, embora a LMST não seja ótima, percebe-se que MST
ótima é um subconjunto da LMST.
Com a execução do algoritmo de minimização, a matriz de adja-
cência lógica1 resultante (A = [αij ]) conterá umaMST no escopo global
ou uma LMST restrita ao escopo de 1-hop de informação. Essa matriz
1A matriz de adjacência lógica pode representar ligações virtuais, que não são
possíveis fisicamente, mas são definidas entre dois nodos.
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Figura 3.2: MST gerada para escopo de informação global (linhas
pretas) e local a 1-hop (linhas pretas e linha tracejada), as linhas em
cinza indicam as arestas iniciais do grafo.
será um subconjunto da matriz de adjacência da rede, de forma que
A ⊆ A e com isso, nenhuma ligação poderá ser criada além das que
já existiam inicialmente, haverá apenas uma “seleção” das melhores
ligações a fim de minimizar esta topologia.
3.2.2. Minimização do Consumo Energético e da In-
terferência
Uma vez obtida a MST ou LMST, cada robô pode ajustar o seu
raio de comunicação para cobrir apenas a maior distância com outro
vizinho da árvore geradora mínima e, com isso, diminuir o consumo
de energia utilizado pelo dispositivo de transmissão de dados. Além
disso, essa ação reduzirá grande parte da interferência de comunicação
causada por sobreposição de áreas de transmissão diferentes. Essa ação
para um robô i é descrita através da seguinte equação:
rcomi = max(wijαij + δcomij ) ∀j ∈ {1, . . . , n},
onde δcomij ≥ 0 é uma folga utilizada para garantir a conectividade da
rede diante da incerteza de posição dos vizinhos de i.
Segundo Santi [27], a energia necessária para transmitir uma
mensagem é proporcional ao quadrado da distância que se deseja atin-
gir. Então, reduzir o raio de comunicação de um robô ao seu tamanho
ótimo, minimiza consideravelmente o consumo de energia oriundo do
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sistema de comunicação. Além disso, de acordo com Johansson e Carr-
Motyčková [28], a interferência de comunicação causada por um robô é
diretamente proporcional ao número de robôs existentes no raio de co-
municação desse robô, logo a redução do raio de comunicação também
permite a minimização da interferência na rede.
A ação de reduzir o raio de comunicação dos robôs pode mi-
nimizar a topologia no contexto físico, entretanto, em redes onde os
robôs têm áreas de cobertura que devem ser monitoradas, por exemplo,
essa minimização pode não ocorrer de forma adequada, pois geralmente
adota-se uma área de cobertura como sendo rcov = rcom/2, o que im-
possibilita qualquer redução no raio de comunicação. Se os robôs forem
móveis, pode-se utilizar um algoritmo de movimento que faça com que
os robôs não vizinhos na MST lógica se afastem, eliminando a ligação
física que, outrora, havia entre eles. Na próxima seção, como parte da
contribuição deste trabalho, é proposto um algoritmo desse tipo que
utiliza consenso e controle preditivo para ajustar a conectividade de
maneira descentralizada.
3.2.3. Minimização de Links em Redes Dinâmicas
Em redes estáticas, cuja topologia de comunicação não varia no
tempo, a manutenção da conectividade entre os agentes durante o pro-
cesso de minimização é trivial, pois as únicas situações que podem
originar perda desta conectividade são falhas nos dispositivos de comu-
nicação ou nos próprios nodos. Entretanto, quando a rede de comu-
nicação é formada por robôs móveis, tem-se uma topologia dinâmica,
onde incertezas no deslocamento dos robôs podem quebrar ligações e
desconectar o grupo. Então é preciso que o controle de movimento
dos robôs se adapte a essa situação, permitindo que a topologia seja
minimizada sem perdas de comunicação entre eles.
Com base no algoritmo de Ordoñez et al. [17] apresentado na
seção 2.3, foi desenvolvido um algoritmo de controle de conectividade
capaz de manter os robôs de um sistema multi-robô conectados en-
quanto a topologia de comunicação é minimizada. Basicamente, o fun-
cional (2.3) é reformulado para que a ação de controle afaste os robôs de
acordo com a área de cobertura de cada um, mantendo-os conectados,
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onde αij ≥ 0 é um entrada da matriz de adjacência lógica resultante
do algoritmo de minimização, aij ≥ 0 é uma entrada da matriz de
adjacência física e xdij é a posição a ser alocada para o robô i de acordo
com a soma dos raios de cobertura dele e de seu vizinho j.
O primeiro termo dessa nova formulação é bastante similar ao
primeiro termo do funcional 2.3, no entanto, nesse caso o robô i deve
ocupar uma posição relativa ao seu raio de cobertura e de seus vizinhos.
A equação a seguir define como essa posição é obtida por um robô i a
partir da posição do seu vizinho j e seus respectivos raios de cobertura:
xdij = (1− dmij )xi + dmij x˜j , (3.5)




[wij − (rcovi + rcovj )]/wij if αij > 0
[wij − (rcomj + δcomij )]/wij if αij = 0 ∧ aij > 0
e δcomij > 0 é uma folga suficiente para que os robôs não vizinhos lógi-
cos2, mas que estão fisicamente ao alcance um do outro (αij = 0∧aij >
0) se afastem até perderem a ligação física, minimizando o número de
links na rede e maximizando a área de cobertura desses robôs.
A Figura 3.3 indica como a posição é alocada para um robô i de
acordo com o seu raio de cobertura e o raio de seu vizinho lógico j.
Ja a Figura 3.4 indica como a posição é alocada para um robô i
em relação a um vizinho físico j que não é seu vizinho lógico, ou seja,
que não tem ligação com i segundo a MST.
Esse termo permite que os robôs ocupem uma posição relativa
ao vizinho definida conforme o raio de cobertura de cada um. Isso,
garante que no estado final da rede, após a convergência de todos os
robôs, não haverá nenhuma violação de posição, ou seja, todos os robôs
ocuparão as posições planejadas inicialmente.

















wij − (rcomj + δcomij )
rcomi
Figura 3.4: Alocação de posição entre dois robôs não vizinhos na
MST.
O segundo termo do funcional é utilizado para nivelar as veloci-
dades dos robôs vizinhos, de forma que a diferença de velocidades entre
eles se torne a menor possível. Quando se deseja um comportamento
grupal normalizado dentro de um sistema multi-robô, é comum a uti-
lização de leis de controle que penalizem a variação da velocidade entre
os robôs, criando um “sincronismo” no comportamento destes, e isto
é o que se deseja ao adicionar tal termo na função objetivo descrita
anteriormente. O terceiro termo é equivalente ao terceiro termo da
formulação de Ordoñez et al.
O funcional 3.4 por si só não garante a manutenção da conecti-
vidade após a minimização da topologia, pois durante a movimentação
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dos robôs, podem ocorrer instabilidades que façam com que vizinhos
saiam do raio de comunicação um do outro. Devido a isso, é inserido,
no algoritmo de controle de conectividade, uma restrição que limita a
ação do controle de forma a garantir que os raios de comunicação de
seus vizinhos não sejam violados. Tal restrição é dada como segue:




onde δmaxij > 0 é uma folga eventualmente necessária para garantir a
não violação das restrições a longo prazo.
Também não há garantias de não colisão entre os robôs durante
a alocação de posição, pois apesar do segundo termo do funcional 3.4
permitir que cada robô ocupe uma posição singular ao final da execução
do algoritmo, durante a movimentação destes não há restrições que
impeçam isso. Por isso, uma restrição para evitar colisões entre os robôs
foi formulada a partir dos raios de cobertura de cada um, resultando
em:




onde δminij > 0 é uma folga utilizada para evitar a violação da restrição.
Como o algoritmo é formulado como uma função de programação
quadrática, as restrições devem ser lineares para que o problema seja
convexo [24] e , portanto, não se pode simplesmente adicionar as restri-
ções na forma como apresentado na equação (3.6) e na equação (3.7),
pois apresentam comportamento não linear devido ao uso do termo
wij , que representa a distância Euclidiana entre os robôs. No trabalho
de Correia [35] essas restrições são reescritas considerando a projeção



















+ wij − rminij ≥ 0,
onde d˜xij e d˜
y
ij são as distâncias vetoriais estimadas para as coordenadas
x e y, respectivamente e vxi e v
y
i são as velocidades vetoriais para tais
coordenadas no primeiro instante de predição.
3A projeção de vetor ~u em direção a um vetor ~v é dada por: proj~v~u = ~u ~v‖~v‖ .
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Pode-se escrever a equação (3.4) de forma matricial, seguindo a






‖Xi,0 + TVi −Xd,0‖2aij + ‖T ′Vi − Vj,0‖2αij
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(X>i,0 −X>d,0)aijT − V >j,0αijT ′
)
− V >i,0γiT ′.
Essa formulação final deve ser utilizada para calcular a veloci-
dade em uma única coordenada, no entanto, como a restrição de co-
nectividade, apresentada na equação (3.6), relaciona-se com mais de
uma coordenada, é necessário formular o algoritmo final para todas as
coordenadas envolvidas. No caso do espaço ser um plano, a equação
resultante será igual a equação (2.4), com a adição das restrições de
conectividade e anticolisão.
3.2.4. Controle de Adição de Links
Para evitar a criação de links desnecessários utiliza-se uma re-
gra de adição de arestas baseada na informação de distância entre os
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vizinhos de um robô e o novo candidato à adição de aresta. A Figura
3.5 indica as duas situações possíveis para a adição de novas ligações
entre os robôs: na Figura 3.5a pode-se observar o caso onde a menor
distância entre um nó candidato j e um nó q qualquer, que seja vizinho
de i, é maior que a distância entre esse robô candidato e o robô i; já
na Figura 3.5b é descrita a situação onde a menor distância entre um
robô i e um vizinho q qualquer é maior que a distância entre esse robô








(b) min(‖d˜iq‖2) > ‖d˜ij‖2
Figura 3.5: Situações para adição de novos links.
Com a implementação dessa regra para a adição de novos vi-
zinhos para um robô i, obriga-se que todas as arestas adicionais se-
jam melhores (tenham menor distância) do que as que já existem, per-
mitindo uma adaptação dinâmica às variações de posição de cada robô
da rede. A equação a seguir descreve essa regra em função da matriz
de adjacência do robô i.
Ai(i, j) = (min(‖d˜jq‖2) > ‖d˜ij‖2) ∨ (min(‖d˜iq‖2) > ‖d˜ij‖2),
onde q ∈ Ni e aij > 0 indica que o robô i recebe informação do robô j.
Com a utilização dessa regra, reduz-se a necessidade da mini-
mização da topologia em cada ciclo de comunicação, pois esta só apre-
sentará variação na sua estrutura quando o novo link for melhor que
um já existente.
De forma genérica, o controle de topologia para a minimização
do número de links em uma rede de robôs móveis pode ser descrito
pelo algoritmo 1. A operação (·) ← (·) é uma ação de inserção do
elemento à direita no conjunto à esquerda, o pacote de comunicação
é definido como msg = [A, x, v, rcom, rcov] para todos os robôs, as
funções envia(·) e recebe(·) são operações de comunicação, a função
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Algoritmo 1 Minimização da topologia para um robô i
1: envia(msgi)
2: for j = 1 to n do
3: recebe(msgj)
4: if msgj 6= NULL then
5: Ni ← j
6: A(i, j) = 1
7: N 1i ← {∀q ∈ A(j)j |q /∈ Ni ∧ q 6= 0} ∪ Ni
8: end if
9: end for
10: A¯1i = adjacencia(N 1i )
11: Ai = prim(A¯1i )
12: ∀j ∈ Ni : rcomi = max(wijαij + δcomij )
13: vi = CC(Ai)
adjacencia(·) retorna uma matriz de adjacência ponderada (A¯i) entre
os vértices do conjunto utilizado como entrada, a função prim(·) é o
algoritmo de minimização de links descrito pela equação 3.3a e a função
CC(·) é o controle de conectividade para a minimização da topologia
definido na equação 3.4.
O diagrama esquemático relacionando o controle de topologia
para a minimização da comunicação e o controle de movimento de um
robô i qualquer é dado conforme a Figura 3.6, onde COM indica o
processo de comunicação entre os robôs, PRIM indica o algoritmo de
minimização do grafo que representa a rede apresentado na formulação
(3.3a), CC é o controle de conectividade baseado no funcional (3.4), CM
é o controle de movimento que pode ser interpretado como o controle de
baixo nível adequado à dinâmica do robô controlado (Ri) e as variáveis
vi e θ˙i representam, respectivamente, a velocidade linear e angular a
ser aplicada no robô i oriundas do controle de baixo nível.
Como se observa, o controle de topologia para a minimização
da comunicação é, na verdade, o conjunto formado pelo processo de
comunicação, algoritmo de minimização e controle de conectividade,
sendo cada um deles essenciais para que se possa minimizar o número
de links em uma rede de robôs móveis.
O controle de conectividade se comporta como um controle de
“alto nível”, não dependente da dinâmica comportamental do sistema a
ser controlado. Com isso, pode-se utilizar o controle de topologia com
diversos tipos de robôs de forma transparente, sem que seja necessário o












Figura 3.6: Relação entre o controle de topologia para a minimização
da comunicação e o controle de movimento de um robô.
A desvantagem deste método está, justamente, na necessidade de se uti-
lizar uma camada extra de controle entre o controle de conectividade e
o robô. Para os testes realizados na seção 4.4.1 com robôs comerciais,
o controle de “baixo nível” utilizado é apresentado no apêndice B, en-
quanto que nos demais testes o controle de “baixo nível” não é aplicado.
A seguir é apresentado um exemplo de funcionamento do algo-
ritmo de minimização em uma topologia de comunicação arbitrária.
3.2.5. Exemplo
Para demonstrar o funcionamento do controle de topologia para
a minimização da comunicação, tal algoritmo é aplicado a uma rede de
robôs móveis arbitrária com topologia variante no tempo e é demons-
trado como ocorre a minimização da topologia inicial e a manutenção
da conectividade dessa rede.
A rede é constituída por 6 robôs em um espaço bidimensional.
Suas posições inicias, raios de cobertura e raios de comunicação são
definidos conforme a Tabela 3.1 e todos os valores são dados em metros.
Inicialmente, todos os robôs estão parados e possuem o mesmo
raio de comunicação e raio de cobertura, constituindo uma rede ho-
mogênea.
Os parâmetros do controle de conectividade são definidos como
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segue:
p = 5 ∆k = 0.5s γi = 0.5
αij ∈ {0, 3, . . . , 9}
aij ∈ {0, 3, . . . , 10}
A restrição de saturação para a velocidade resultante do controle







ambas as velocidade são em m/s.
A topologia em seu estado inicial é representada pela Figura 3.7.
Como se pode observar, existem diversos links redundantes na rede
que reduzem a cobertura total dos robôs e causam um desperdício dos
recursos de comunicação.
O escopo da informação é de 1-hop, então todos os robôs da rede
se conhecem. Isso implica que a árvore geradora mínima resultante da
execução do algoritmo de minimização da topologia por cada um dos
robôs será ótima e não conterá laços.
Após algumas iterações do controle de topologia, uma árvore
geradora mínima é construída e os robôs reduzem o seu raio de comu-
nicação e se movimentam para otimizar a sua posição em relação à do
vizinho, resultando na topologia apresentada na Figura 3.8. Como se
observa, os robôs 2, 4 e 6 tiveram seus raios de comunicação reduzidos
significativamente, minimizando o consumo de energia e a interferência
na rede causada pela sobreposição de áreas de transmissão.
Na Figura 3.9, o grupo de robôs atinge sua configuração final,
com todos os robôs ocupando a posição alocada em relação ao seu raio
de cobertura e o dos vizinhos. Na Tabela 3.2, tem-se os valores finais
Tabela 3.1: Configuração inicial dos robôs.
robô x y rcom rcov
1 11.5 14.6 10 3
2 4.6 18.4 10 3
3 7.5 1.8 10 3
4 6.3 12.3 10 3
5 14.4 6.7 10 3
6 14.9 15.2 10 3
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Figura 3.7: Topologia de comunicação no estado inicial: círculos em
torno dos robôs indica a área de comunicação de cada um.
para a posição, raio de cobertura e raio de comunicação ao final da
simulação.
Tabela 3.2: Configuração final dos robôs.
robô x y rcom rcov
1 11.45 13.45 6.6057 3
2 3.96 18.09 6.6004 3
3 8.86 3.5 6.6016 3
4 5.56 12.3 6.6004 3
5 13.15 7.69 6.6057 3
6 16.93 15.89 6.5994 3
No geral, o raio de comunicação ficou pouco menor do que o
apresentado no estágio inicial da topologia, pois o raio de cobertura é
bastante grande, ou seja, houve pouca efetividade para a redução do
consumo de energia. Entretanto, com relação à redução da interferên-
cia, os ganhos foram bem mais significantes, já que apenas os vizinhos
da MST permanecem no raio de comunicação uns dos outros.
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Figura 3.8: Topologia de comunicação após algumas iterações do
controle de topologia.
3.3. Manutenção da Conectividade
Nesta seção, o controle de topologia é abordado no contexto de
manutenção da conectividade em grupos de robôs móveis, através da
criação e manutenção de topologias tolerantes a falhas e instabilidades
nos dispositivos de comunicação desses robôs.
Existem na literatura, diversas estratégias para se construir to-
pologias tolerantes aos mais variados tipos de falha de comunicação.
Quando se trata de controle de topologia para a manutenção da cone-
ctividade, é comum a utilização de uma propriedade conhecida como
κ-conectividade (oriunda da teoria de grafos) para construir redes, topo-
logicamente, tolerantes as falhas de comunicação. Nos trabalhos de Li
et al. [7] e Ahmadi e Stone [8] utiliza-se a troca de mensagens em um
grupo de robôs, para, de forma descentralizada, determinar se uma
rede é ou não bi-conexa, estabelecendo critérios de sincronização entre
esses robôs para manter a bi-conectividade mesmo em caso de perda
nós da rede. Já a solução proposta por Wagenpfeil et al. [9] utiliza o
conceito de forças de repulsão e atração para construir uma lei de con-
trole decentralizada que permita movimentar determinados robôs para
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Figura 3.9: Topologia de comunicação em seu estágio final, após a
execução do controle de topologia.
o estabelecimento da bi-conectividade. Outro trabalho similar é o de
Casteigts et al. [16] em que são utilizadas forças virtuais para se aproxi-
mar robôs vizinhos e construir uma estrutura triangular fundamental,
que garante a bi-conectividade de forma descentralizada. No trabalho
de Fiacchini e Morarescu [36] são apresentadas algumas condições fun-
damentais para que determinadas topologias sejam preservadas mesmo
sob influência de desconexões e falhas na comunicação em sistemas
inter-conectados.
Um grafo é dito κ-conexo se para qualquer par de nós u e v exis-
tem pelo menos κ caminhos distintos entre eles (p.e. a árvore de ex-
tensão mínima de um grafo qualquer é 1-conexa). Em teoria dos grafos
esta propriedade é apresentada formalmente no Teorema de Menger,
proposto pelo matemático austríaco Karl Menger em 1927 [37] como
vértice-conectividade (κv).
Teorema 1 (Vértice-conectividade) Seja G um grafo formado por
um conjunto de arestas definido por E e um conjunto de vértices definido
por V. Suponha que B e C são subconjuntos de V e suponha que exista
pelo menos um caminho entre B e C. Então o número mínimo de vér-
tices que separam B de C é igual ao número máximo de caminhos dis-
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tintos entre B e C.
Além da κ-conectividade, o teorema de Menger também apre-
senta a aresta-conectividade (κe), em que pelo menos κe arestas podem
ser removidas de um determinado grafo sem que este apresente desco-
nexão.
Teorema 2 (Aresta-conectividade) Seja G um grafo não direcio-
nado e x e y dois vértices não adjacentes pertencentes a esse grafo.
Então o número mínimo de arestas cuja remoção pode desconectar x e
y é igual ao número máximo de caminhos distintos entre x e y.
A vértice-conectividade insere redundância na comunicação de
uma rede qualquer quando κv > 1, o que implica na manutenção da
conectividade mesmo se até κv − 1 nodos forem perdidos. Logo, o
controle de topologia para a manutenção da conectividade se resume
em criar uma topologia κ-conexa e garantir que essa topologia não seja
alterada no decorrer do tempo, mesmo durante atividades que exijam
movimentação ou quando houverem falhas na comunicação.
Para criar uma topologia minimamente tolerante a falhas (bi-
conexa), deve-se tratar vértices cuja remoção cause desconexão ao grafo,
os chamados nós críticos ou vértices de corte. Nas próximas seções são
apresentadas, como parte da contribuição deste trabalho, duas técnicas
para tratamento de nós críticos: a primeira implícita, baseada no Pro-
blema do Caixeiro Viajante; e a segunda explícita, baseada na detecção
dos nós críticos por meio da conectividade algébrica do grafo e na cri-
ação de links virtuais entre vizinhos destes vértices. Por fim, é proposto
um algoritmo de controle de conectividade baseado em consenso, para o
estabelecimento e manutenção da bi-conectividade em redes dinâmicas.
3.3.1. Correção de Nós Críticos Utilizando o Pro-
blema do Caixeiro Viajante
O Problema do Caixeiro Viajante (em inglês, Travelling Sales-
man Problem - TSP) é um problema NP-difícil clássico de otimização
combinatória, onde um viajante precisa percorrer o menor caminho en-
tre todas as cidades de um determinado local, passando somente uma
vez em cada cidade e retornando para o início após atingir a última
cidade. Na literatura existem diversos algoritmos para a resolução desse
problema, no entanto, a maioria deles possui ordem de complexidade
exponencial [38, 39].
O caminho percorrido pelo caixeiro viajante é, na verdade, um
ciclo hamiltoniano e este tipo de estrutura é a forma mínima bi-conexa
que um grafo pode atingir. Tendo isso em mente, pode-se construir uma
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topologia bi-conexa mínima em um grafo completo por aplicar nele um
algoritmo para resolução do Problema do Caixeiro Viajante. Para um
grafo arbitrário essa ideia também pode ser utilizada, no entanto, é
preciso calcular as distâncias entre todos os seus vértices construindo
um grafo completo e, só então, aplicar o algoritmo de resolução para
este problema.
Neste trabalho será utilizado uma solução para o Problema do
Caixeiro Viajante apresentada por Miller et al. [33] que possui ordem
de complexidade O(n2) e é conhecida como Formulação MTZ. A re-
laxação efetuada nas restrições originais do problema permitem que
a resposta não ótima seja atingida em determinadas situações, mas
para cenários menos restritivos como o deste trabalho, esta é uma boa












αij = 1 ∀j ∈ V (3.8b)
n∑
j=1,j 6=i
αij = 1 ∀i ∈ V (3.8c)
ui − uj + nαij ≤ n− 1 2 ≤ i 6= j ≤ n (3.8d)
onde ui e uj são variáveis inteiras de valor singular aleatório.
É interessante notar que a restrição (3.8d) é equivalente à restri-
ção (3.3c), sendo ambas utilizadas para a eliminação de ciclos no grafo.
No entanto, a primeira restrição apresentada possui ordem de com-
plexidade exponencial, o que a torna extremamente custosa, enquanto
a segunda tem ordem quadrática. É possível, na formulação (3.3a) sub-
stituir essa restrição, no entanto, deve-se estar atento as limitações da
nova formulação com respeito à ordem em que os nodos aparecem, pois
isso pode tornar a solução não ótima.
Para gerar uma topologia bi-conexa a partir de um grafo ar-
bitrário G inicialmente não bi-conexo, a variável wij deve representar
as distâncias entre todos os nodos desse grafo, então assume-se que
W = [wij ] ∈ Rn×n é uma matriz de adjacência ponderada para o grafo
completo G¯ construído a partir do grafo inicial. Uma vez que o algo-
ritmo de minimização é executado, a matriz resultante A = [αij ]n×n
será formada apenas por um ciclo hamiltoniano ótimo envolvendo to-
dos os robôs do grupo. Note-se, nesse caso, que A é uma matriz de
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adjacência lógica, ou seja, nem todas a ligações descritas nelas são pos-
síveis fisicamente (e.g. dois nós marcados como vizinhos em A podem
estar fora do alcance um do outro) e é o controle de conectividade que
fará com que esses vizinhos lógicos tornem-se físicos.
Em um contexto descentralizado, a informação global não pode
ser obtida de forma satisfatória, então a matriz W deve ser reduzida
a um escopo de informação plausível para um contexto localizado e
distribuído de processamento. Dessa forma, Wi representa a matriz de
adjacência ponderada para o grafo completo formado pelos nodos que
são vizinhos de i no escopo de 1-hop. Como resultado dessa alteração,
a matriz lógica resultante A conterá o ciclo hamiltoniano localizado,
restrito aos robôs da vizinhança a 1-hop de i.
A Figura 3.10 representa a atuação do algoritmo (3.8a) de forma
centralizada e descentralizada em um grafo com sete nodos numa con-

















Figura 3.10: Diferenças de atuação do algoritmo (3.8a) no caso de
conhecimento global e no caso de conhecimento local.
Como se observa na Figura 3.10a, o grafo resultante da execução
do algoritmo no contexto global é um ciclo hamiltoniano ótimo (lin-
has pretas), contendo ligações lógicas4 (marcadas como linhas pretas
tracejadas). Já na Figura 3.10b, o algoritmo (3.8a) é executado para
o caso onde o conhecimento a respeito do estado da rede é local, res-
4Ligações lógicas ou links virtuais são arestas que relacionam dois vértices cuja
distância um do outro é maior do que ambos os seus respectivos raios de comuni-
cação.
45
trito a 1-hop. Há algumas semelhanças entre os resultados das duas
execuções, entretanto, no segundo caso não existe a “eliminação” de
todos os nós críticos no primeiro instante e possivelmente isso ocorrerá
apenas quando pelo menos um dos nós críticos forem corrigidos. Além
disso, algumas ligações são direcionadas (entre os nós 2 e 5), o que
indica que a matriz A não é a mesma em todos os robôs.
Uma vez obtida a matriz de adjacência lógica contendo a confi-
guração topológica mínima capaz de tornar a rede bi-conexa, cada robô
atualiza sua matriz de adjacência lógica da seguinte maneira:
Ai = Ai ∨ A.
Essa matriz de adjacência localizada será a entrada do algoritmo
de controle de conectividade, que se incumbirá de aproximar os robôs
relacionados através dos links virtuais, tornando a rede bi-conexa.
3.3.2. Correção de Nós Críticos Utilizando Ligações
Virtuais
Essa abordagem segue alguns conceitos apresentados na anterior,
no entanto, nesse caso usa-se somente a informação de nó crítico para
tornar a rede bi-conexa. No trabalho de Das et al. [40] é proposto um
algoritmo muito similar ao que será discutido nessa sessão, basicamente
nele os nós críticos coordenam a aproximação de seus vizinhos mais
próximos que não são vizinhos entre si para que um caminho alternativo
possa ser criado e o nó deixe de ser crítico. A diferença é relativa à
forma como o nó crítico coordena essa aproximação: no trabalho de
Das et al. o nó crítico utiliza mensagens de controle de movimento
e posição para informar aos robôs vizinhos em que direção se mover,
enquanto que no caso discutido neste trabalho é utilizado o conceito
de ligação virtual que permite ao algoritmo de consenso cooperativo
aproximar robôs não vizinhos a ponto de eles tornarem-se vizinhos.
Essa abordagem pode ser realizada de maneria descentralizada,
no entanto, para a detecção ótima dos nós críticos é necessária a infor-
mação global, o que não é viável, então uma alternativa baseada em
informação local é utilizada. Essa técnica funciona e apesar do con-
junto ótimo de nós críticos ser subconjunto do conjunto local de nós
críticos, podem existir os chamados “falsos positivos”, que são nós não
críticos classificados como críticos. Isso não representa um problema,
propriamente dito, no entanto, acarretará em um grafo com valência
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média5 maior do que o apresentado numa abordagem centralizada.
A Figura 3.11 exibe os nós críticos detectados sob o escopo de
informação à 1-hop. Os nós em azul indicam nós não críticos que foram
marcados como críticos localmente (nós 3, 4, 5, 7 e 9) e os nós em










Figura 3.11: Nós críticos detectados sob escopo de informação local.
Na abordagem decentralizada, cada robô avalia sua própria criti-
cidade, utilizando sua informação sobre a topologia no escopo de 1-hop,
então retira a si mesmo da matriz adjacência que representa esse es-
copo e calcula o segundo menor autovalor do espectro Laplaciano dessa
matriz, dado por λ2(L), que indica a conectividade algébrica do grafo
resultante sem a sua presença [41]. Ao avaliar o valor de λ2(L), o robô
verifica sua criticidade, pois se λ2(L) > 0, a rede no contexto local sem
a sua presença é conexa, implicando na sua não criticidade, e desconexa
caso λ2(L) ≤ 0, indicando sua criticidade.
Uma vez que um robô i detecta a si mesmo como nó crítico,
ele deve verificar quais são seus vizinhos, que não sejam vizinhos entre
si e estejam à menor distância um do outro, para criar uma ligação
virtual entre eles. Essa ação é efetuada através do seguinte problema
de otimização, resultando em um par de vértices (j, q) /∈ E a serem
5A valência média de um grafo é a média do número de arestas incidentes para
com os vértices deste grafo.
47
marcados como parte de um link virtual:
min
j,q
‖d˜ij‖2 + ‖d˜iq‖2 (3.9)
s.t. j 6= q
q /∈ Nj
j /∈ Nq
∀j, q ∈ Ni
É interessante notar que a informação utilizada para eleger os
componentes do link virtual a partir de um nó crítico é restrita apenas
à vizinhança mais próxima desse nó e que podem ser acessados direta-
mente por ele. Isso é importante, pois garante um maior controle sobre
o estado da informação da topologia no contexto local.
Quando os componentes do link virtual são eleitos, cabe ao nó
crítico notificá-los sobre a sua nova vizinhança virtual e isso é feito
através de uma mensagem de controle definida como add(j, q), onde
j e q são os membros do link virtual. O algoritmo 2 detalha como é
Algoritmo 2 Criação de links virtuais para o robô i
1: A = adjacencia(N 1i )
2: A(t) = M (i) ∨ A(t− 1)
3: L = diag(∑nj=1 αij)−A
4: if λ2(L) ≤ 0 then
5: ∀j, q ∈ Ni : wjq = minj,q ‖d˜ij‖2 + ‖d˜iq‖2
6: A(j, q) = A(q, j) = 1
7: add(j, q)
8: end if
o processo de detecção e tratamento de um nó crítico dada a topolo-
gia inicial. Neste caso, a função adjacencia(·) retorna uma matriz de
adjacência comum, a partir do conjunto utilizado como entrada. A ma-
triz M (i) é uma submatriz resultante da eliminação da linha e coluna
i da matriz de adjacência do robô i. Na linha 5, para todos os vizi-
nhos de i, deve-se encontrar os candidatos a vizinhos lógicos através
da equação (3.9) e, então, marcar na matriz de adjacência do robô i a
relação virtual entre esses candidatos, o que ocorre na linha 6.
A Figura 3.12 representa o processo de detecção de um nó crítico
na rede e criação do link virtual para corrigir a sua criticidade. O robô 3
detecta sua criticidade, e procura entre seus vizinhos, aqueles que estão
mais próximos e ainda não são vizinhos, satisfazendo a equação (3.9).
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Os robôs 1 e 4 são escolhidos como candidatos ao link virtual por
ainda não serem vizinhos e estarem mais próximos um do outro que
os demais robôs não vizinhos. O robô 3 os marca como vizinhos em
sua matriz de adjacência lógica e envia a mensagem add(1, 4) para
todos os robôs6. Quando os robôs 1 e 4 a recebem, verificam que
estão marcados como componentes de uma ligação virtual, criando em
suas matrizes de adjacência lógica, tal ligação. Finalmente a ação de
controle de conectividade os aproxima até a distância entre eles permitir
a comunicação direta de um com o outro e o link virtual entre eles
tornar-se real. A linha tracejada representa uma ligação virtual, as
setas em azul são a ação de comunicação e as setas em vermelho indicam















Figura 3.12: O robô 3 detecta sua criticidade e cria uma ligação
virtual entre os robôs 1 e 4 (linha tracejada).
Uma vez os links virtuais criados, os nós críticos e os demais nós
que participam como componentes dessas ligações devem monitorar o
comportamento da topologia para remover ou substituir ligações virtu-
ais que por ventura deixem de ser úteis para o processo de estruturação
da bi-conectividade na rede. Essa manutenção dos links virtuais ocorre
em quatro situações distintas, de acordo com o estado em que se en-
contra a topologia: quando uma possibilidade de link virtual melhor
surge; quando o nó crítico que mantém um determinado link virtual
deixa de ser crítico; quando um dos membros de um link virtual perde
a comunicação com o nó crítico associado à essa ligação; e quando o
nó crítico perde a comunicação com os membros do link virtual a ele
associado. A seguir cada situação e as ações necessárias em cada robô
para manter a bi-conectividade lógica da rede são detalhadas.
Muitas vezes um link virtual associado a um nó deixa de ser a
melhor opção quando outros robôs não vizinhos apresentam-se a uma
6Considera-se uma rede de comunicação Ad-hoc.
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distância menor que a desta ligação. Nesse caso, um novo link virtual
deve ser criado e o antigo removido. A Figura 3.13 indica como ocorre
esse processo: no primeiro instante, o robô 3 cria uma ligação virtual
entre os robôs 1 e 4, por serem os não vizinhos entre si pertencentes a
vizinhança de 3 que apresentam a menor distância um do outro. No
próximo instante, os robôs 2 e 5 se aproximam e a distância entre eles
torna-se menor que a distância entre 1 e 4, então o robô 3 cria um novo
link virtual entre os robôs 2 e 5, enviando a mensagem add(2, 5) para os
robôs e remove o link virtual entre 1 e 4, enviando a mensagem del(1, 4)
para todos os robôs. Quando os robôs 1 e 4 recebem a mensagem
del(1, 4), estes removem de sua matriz de adjacência lógica, a ligação
com o parceiro virtual e o link entre 2 e 5, passa a ser a única ligação
virtual da rede. Com isso, a topologia da rede adapta-se de maneira
dinâmica às posições dos robôs, permitindo uma construção sempre

























Figura 3.13: Substituição e remoção de link virtual quando uma
ligação melhor é detectada.
Quando um nó crítico é corrigido, alguns links virtuais podem
não se tornar físicos, e neste caso estes devem ser removidos para evitar
o consumo desnecessário de recursos. Assim como no caso anterior, o
gerenciamento da ligação virtual é realizado pelo nó crítico ao qual
pertence esta ligação. A Figura 3.14 representa o procedimento de
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detecção e remoção de um link virtual desnecessário associado a um nó
anteriormente crítico: o robô 1 detecta sua criticidade e então informa
os robôs 5 e 2 que estes fazem parte de uma ligação virtual para corrigir
essa criticidade. Durante a movimentação dos robôs, surge uma ligação
física entre os robôs 2 e 3, o que elimina a criticidade do robô 1. Como
o escopo de informação é de 1-hop, o robô 1 percebe que o robô 3 e
o robô 2 são vizinhos, então dispara uma mensagem del(5, 2) que irá













Figura 3.14: Remoção de link virtual associado a um nó anterior-
mente crítico.
Outro estado em que pode haver remoção de links virtuais des-
necessários é quando um dos membros de uma ligação virtual perde
a comunicação com o nó crítico associado à esta ligação. Neste caso,
manter a ligação virtual não só é inútil, como também consome re-
cursos da rede, pois o membro restante do link virtual continuará se
movimentando até atingir a última posição armazenada pelo membro
que perdeu a comunicação, na esperança de estabelecer a ligação física
pretendida com a criação do link virtual. A Figura 3.15 mostra como
ocorre o processo de notificação do membro restante e a remoção da
ligação virtual pelo robô que é nó crítico. O nó 1 perde comunicação
com o robô 3 e com o robô 2 o que é percebido por ambos quando o
tempo de resposta do robô 1 (τ1) excede o timeout previamente ajus-
tado para a rede. Então o robô 3 remove a ligação virtual entre os
robôs 1 e 4, emitindo uma mensagem del(1, 4) para os robôs, e quando
o robô 4 recebe essa mensagem, remove de sua matriz de adjacência
lógica a ligação virtual com o robô 1. Na iteração seguinte, o robô 3
percebe que tornou-se novamente crítico e uma ligação virtual entre
os robôs 2 e 5 é criada, corrigindo a sua criticidade do ponto de vista
lógico.















Figura 3.15: Remoção de link virtual após um de seus integrantes
perder comunicação com o nó crítico associado.
sistema multi-robô é definida quando o nó crítico perde a comunicação
com os robôs pertencentes às suas ligações virtuais. Nesse caso, em
especial, de acordo com quais robôs perderem comunicação com o nó
crítico, pode haver uma desconexão da rede. Ao perderem conexão
com o nó crítico, os nodos componentes da ligação virtual deixam de
conhecer a posição um do outro e, devido a isso, não poderão estabelecer
entre si a ligação física que corrigiria a criticidade do nó crítico. Na
Figura 3.16 observa-se os instantes em que há a perda de comunicação
entre os robôs componentes do link virtual e o nó crítico a ele associado.
Assim que as conexões entre os robôs 1 e 3, e 3 e 4 são perdidas, tais
robôs eliminam quaisquer ligações virtuais de que façam parte e tenham
como nó crítico um dos robôs cujo tempo de resposta excedeu o timeout
ajustado para a rede. Com isso, os robôs 1 e 4 eliminam a ligação virtual
entre eles e, de mesma forma, o robô 3 remove a ligação virtual entre 1











Figura 3.16: Remoção de link virtual após o nó crítico a ele associado
perder a comunicação com seus membros.
Esse método possui um custo computacional extremamente re-
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duzido, se comparado à abordagem anterior, no entanto, a sua principal
desvantagem em relação a primeira, está na necessidade de trocas de
mensagens especiais entre os nós críticos e os vizinhos candidatos à liga-
ção virtual, pois em caso de falhas de comunicação que prejudiquem a
dispersão dessas mensagens, a ligação virtual pode não ser estabelecida
e o nó crítico não ser corrigido no tempo correto. Porém, se as falhas
forem temporárias, haverá apenas um pequeno atraso na correção do
nós críticos, e o estabelecimento da bi-conectividade na rede não será
prejudicado.
3.3.3. Controle de Conectividade Utilizando Con-
senso
Uma vez a criticidade dos nós resolvida no nível lógico, resta
aplicar uma ação de controle cooperativo que permita aproximar os
robôs que estão fora do alcance um do outro afim de estabelecer a
bi-conectividade na rede. Essa ação é provida pelo algoritmo de cone-
ctividade baseado na proposta de Ordoñez et al. que será apresentado
nessa seção.
A ação de controle em cada robô, deve fazê-lo buscar a posição
alocada em relação a seus vizinhos, ao mesmo tempo que atrai os robôs
que estão fora do alcance de comunicação um do outro. Tendo estes





‖xi[k]− xdij‖2αij + ‖vi[k] + vj [k]‖2α¯ij
)
+ ‖∆vi[k]‖2γi i = 1, . . . , n, (3.10)
onde αij é uma entrada de A, e α¯ij > 0 se e somente se rcomi < wij >
rcomj ∧ αij > 0, e xdij é a posição alocada para o robô i de acordo com
o seu raio de cobertura e de seu vizinho j, como descrito na equação
(3.5).
O primeiro termo dessa equação é similar ao primeiro termo da
equação (3.4), porém, neste caso, o valor de dmij na equação (3.5), as-
sume apenas o valor para quando αij > 0. O segundo termo impõe uma
penalização para velocidades no mesmo sentido, se os robôs estiverem
em movimento. Esse termo é aplicado somente à robôs cuja ligação
com o robô i seja virtual, ou seja, que estejam fora do raio de comuni-
cação um do outro. Isto garante que os vizinhos virtuais não se afastem
(desde que o primeiro termo seja implementado), pois obriga-os a ter
velocidades em sentidos opostos.
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Assumindo dinâmica de primeira ordem para os robôs, pode-se
reescrever o funcional (3.10) de forma matricial, englobando todos os





‖Xi,0 + TVi −Xd,0‖2αij + ‖T ′Vi + Vj,0‖2α¯ij
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+ ‖T ′Vi − Vi,0‖2γi ,
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(X>i,0 −X>d,0)αijT + V >j,0α¯ijT ′
)
− V >i,0γiT ′.
Para um espaço de coordenadas bidimensional, o algoritmo final
de otimização quadrática apresenta-se com a mesma estrutura que o al-
goritmo mostrado na equação (2.4), inclusive com as mesmas restrições
de saturação do sinal de controle.
De maneira genérica, a cada iteração do controle de topologia
para a manutenção da conectividade, cada robô executa uma sequência
de ações, como descrito no Algoritmo 3. A função distancias(·) calcula
a norma euclidiana para todos os robôs inseridos como entrada e retorna
uma matriz com estas distâncias e as funções CNC(·) e CC(·) são
o algoritmo de correção de nós críticos e o controle de conectividade
descrito pela equação 3.10, respectivamente.
A relação entre o controle de topologia para a manutenção da
conectividade e o controle de movimento de um robô i é apresentada no
diagrama da Figura 3.17, que é similar ao apresentado na Figura 3.6.
Entretanto, neste caso, o bloco PRIM é substituído pelo bloco CNC
que representa a correção de nós críticos utilizando-se links virtuais ou
a solução para o Problema do Caixeiro Viajante. Os demais estágios de
controle são similares, com exceção do bloco CC, que indica o controle
de conectividade adaptado à presença de links virtuais, descrito pelo
funcional (3.10).
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Algoritmo 3 Manutenção da conectividade para o robô i
1: envia(msgi)
2: for j = 1 to n do
3: recebe(msgj)
4: if msgj 6= NULL then
5: Ni ← j
6: A(i, j) = 1
7: N 1i = {∀q ∈ A(j)j |q /∈ Ni ∧ q 6= 0} ∪ Ni
8: end if
9: end for
10: Wi = distancias(N 1i )
11: Ai = CNC(Wi)











Figura 3.17: Relação entre o controle de topologia para a manutenção
da conectividade e o controle de movimento de um robô.
Na próxima seção, alguns exemplos ilustrativos de utilização
do controle de topologia para manutenção da conectividade em redes
dinâmicas de robôs móveis são apresentados.
3.3.4. Exemplos
Para auxiliar o entendimento dos algoritmos apresentados, são
propostos dois exemplos demonstrando como ocorre o processo de cons-
trução da topologia bi-conexa em uma rede arbitrária. No primeiro
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exemplo, a ação de correção de nós críticos é baseada no Problema do
Caixeiro Viajante e no segundo exemplo utiliza-se a detecção de nós
críticos explícita e sua correção por meio de links virtuais.
A topologia inicial utilizada em ambos os exemplos é a mesma,
composta por 6 robôs não holonômicos dispostos em um espaço bidi-
mensional. As posições iniciais e os raios de cobertura e comunicação
são definidos, em metros, pela Tabela 3.3.
Tabela 3.3: Configuração inicial de posição, raio de comunicação e
raio de cobertura.
robô x y rcom rcov
1 0 0 10 4.5
2 2 7 10 4.5
3 10 0 10 4.5
4 18 7 10 4.5
5 20 0 10 4.5
6 25 5 10 4.5
Inicialmente todos os robôs estão parados e, como pode ser ob-
servado na Tabela 3.3, todos possuem o mesmo raio de comunicação e
raio de cobertura, resultando em uma topologia homogênea com troca
de informação não direcionada.
O controle de conectividade apresenta os seguintes valores para
os parâmetros da função objetivo:
p = 5 ∆k = 0.5s γi = 0.5
αij ∈ {0, 4, . . . , 10}
α¯ij ∈ {0, 11, . . . , 20}
A restrição de saturação para o sinal de controle é definida em
função da velocidade máxima e mínima (dada em m/s) em cada coor-







A topologia de comunicação inicial é definida pela posição ge-
ográfica dos robôs, em função da distância que estes apresentam entre
si. A Figura 3.18 indica essa topologia, com as ligações e o raio de comu-
nicação de todos os robôs. As linhas em azul representam comunicação
bidirecional e o círculo em torno dos robôs é o raio de comunicação de
cada um.
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Figura 3.18: Configuração inicial da topologia: os círculos represen-
tam a área de comunicação de cada robô.
Inicialmente a topologia apresenta-se numa configuração não bi-
conexa com três nós críticos, sendo eles os robôs 1, 3 e 5. A seguir,
tais nós críticos são corrigidos utilizando as duas técnicas propostas e
o algoritmo de controle de conectividade é aplicado para tornar a rede
bi-conexa.
3.3.4.1. Exemplo 1
Neste exemplo o algoritmo de controle de topologia para manu-
tenção da conectividade utiliza uma estratégia baseada no Problema do
Caixeiro Viajante para eliminar a criticidade dos nós de corte e tornar
a rede logicamente bi-conexa. O algoritmo de controle de conectividade
é, então, aplicado ao grupo visando aproximar robôs que sejam apenas
vizinhos virtuais uns dos outros.
Como visto na Figura 3.18, os nós 1, 3 e 5 são críticos, e precisa-
se corrigi-los para que bi-conectividade seja estabelecida. O escopo
de informação é restrito a 1-hop, o que significa que o robô 2, por
exemplo, conhece apenas os robôs 1 e 3. Entretanto, o robô 3, por
estar em uma posição privilegiada, conhece todos os robôs, mas suas
ações para corrigir a bi-conectividade estão restritas à sua vizinhança
mais próxima, o que o impede de estabelecer ligação entre os robôs 2 e
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4 para a eliminação da sua criticidade, por exemplo.
Ao executar o algoritmo para resolução do TSP com uma entrada
restrita a 1-hop de informação, cada robô obtém a sua própria versão
do ciclo hamiltoniano resultante. Geralmente esse ciclo é diferente para
a maioria dos robôs, apenas em determinados casos ou quando o escopo
da informação é global, o grafo resultante do algoritmo é igual entre
vários robôs.
A Figura 3.19 mostra a topologia de comunicação do ponto de
vista de quatro robôs após estes executarem o algoritmo de resolução
do TSP com escopo de informação restrito a 1-hop.




















(a) Perspectiva do robô 1




















(b) Perspectiva do robô 2




















(c) Perspectiva do robô 3




















(d) Perspectiva do robô 4
Figura 3.19: Topologia resultante para diferentes perspectivas após a
execução do algoritmo de resolução do TSP: linhas tracejadas indicam
ligações virtuais.
Da perspectiva do robô 1, com sua vizinhança definida como
N 11 = {2, 3, 5}, quando o algoritmo 3.8a for executado, a matriz de
adjacência lógica resultante será igual a:
A1 =
(1) (2) (3) (5)

0 1 1 0
1 0 0 1
1 0 0 1
0 1 1 0
,
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e a topologia de comunicação nessa perspectiva, pode ser observada na
Figura 3.19a.
Como o link virtual foi criado entre os robôs 2 e 5 (linha trace-
jada), o robô 1 não pode corrigir a sua criticidade sem enviar mensagens
de controle para ambos os robôs, no entanto, como o robô 1 não é vizi-
nho direto do robô 5, não há como garantir, em um ambiente instável
e sujeito a falhas na comunicação, que o robô 5 receba a mensagem
de controle. Por isso, essa abordagem não faz envios desse tipo de
mensagem, visando tornar a estratégia mais robusta a incertezas no
processo de comunicação.
Na perspectiva do robô 2, que tem sua vizinhança definida como
N 12 = {1, 3}, a topologia resultante fará com que o robô 2 corrija a
criticidade do robô 1. A matriz resultante da execução do algoritmo de
resolução do TSP para o robô 2 é dada por:
A2 =
(1) (2) (3)[ ]0 1 1
1 0 1
1 1 0
e a topologia da rede, de acordo com a perspectiva do robô 2 é dada
pela Figura 3.19b.
Na Figura 3.19c, temos a topologia resultante na perspectiva do
robô 3 após a execução do algoritmo de correção de nós críticos. Como
o robô 3 conhece todos os vizinhos, por estar localizado a 1-hop de
todos eles, a matriz A3 resultante do algoritmo para o Problema do
Caixeiro Viajante contém uma topologia, em nível lógico, bi-conexa
ótima. Entretanto, assim como ocorreu com o robô 1, o robô 3 não
pode corrigir a sua criticidade, já que não há envios de mensagens de
controle.
Finalmente na Figura 3.19d, o robô 4 executa o algoritmo de
correção de nós críticos e obtém uma configuração de topologia que
corrige a criticidade do robô 5. Assim como na perspectiva do robô 2,
neste caso, o robô tem um link virtual, então o algoritmo de controle
de conectividade fará com que os robôs 2 e 4 se aproximem do robô
3. Na perspectiva do robô 3, não há links virtuais entre ele e qualquer
robô, por isso ele não será atraído pelos robôs 2 e 4.
A Figura 3.20 mostra quatro estágios na evolução da topologia
no processo de estabelecimento da bi-conectividade. Na Figura 3.20a,
percebe-se a presença de ligações virtuais entre os robôs 2 e 3, 4 e 3
(linhas em magenta), no entanto, estas apresentam-se de como ligações
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direcionadas, pois para o robô 3, não existe ligação virtual entre eles. A
Figura 3.20b indica o exato momento em que uma ligação física bidire-
cional é estabelecida entre os robôs 2 e 3 e uma ligação física direcionada
de 3 para 4 é também estabelecida. Esta ligação direcionada entre 3 e
4 ocorre porque ambos os robôs, nesta iteração, ainda não receberam
mensagens um a partir do outro, mas como o robô 4 conhece a posição
atrasada de 3, na perspectiva dele o link não é mais virtual quando a
distância entre eles é menor que o raio de comunicação de 3.




















































































Figura 3.20: Evolução do controle de topologia em quatro momentos
distintos: linhas tracejadas com setas indicam ligações virtuais dire-
cionadas.
O robô 2 torna-se vizinho direto de 3, então ele conhece o robô 5,
e o novo cálculo do algoritmo de resolução do Problema do Caixeiro Vi-
ajante cria uma ligação lógica entre 2 e 5. Entretanto, como observado
na Figura 3.20c, quando a ligação entre os robôs 3 e 4 torna-se física, o
robô 2 passa a conhecer a posição do robô 4, idem para o robô 4, então
o link virtual é criado entre os dois, tanto na perspectiva do robô 2
quanto de 4. Finalmente na Figura 3.20d o estado de bi-conectividade
é atingido, e todas as ligações entre os robôs tornam-se físicas.
As matrizes componentes do controle de conectividade executado
no robô 2, utilizando informações do robô 3 e robô 1 para o instante
60
descrito pela Figura 3.20a, são definidas como segue:
T =

0.5 0 0 0 0
0.5 0.5 0 0 0
0.5 0.5 0.5 0 0
0.5 0.5 0.5 0.5 0
0.5 0.5 0.5 0.5 0.5
 T ′ =

1 0 0 0 0
−1 1 0 0 0
0 −1 1 0 0
0 0 −1 1 0
0 0 0 −1 1

























para as coordenadas x e y, com Xd(2,3),0 sendo calculado entre os robôs
2 e 3 e Xd(2,1),0 sendo calculado entre os robôs 2 e 1. Os vetores iniciais
de velocidade são definidos como zero, pois a simulação se inicia com
os robôs parados.
O componente matricial H2 da função objetivo é definido como:
H2 =

1.10 −0.42 0.06 0.04 0.02
−0.42 1.08 −0.44 0.04 0.02
0.06 −0.44 1.06 −0.46 0.02
0.04 0.04 −0.46 1.04 −0.48
0.02 0.02 0.02 −0.48 0.52











Após uma iteração do algoritmo de controle de conectividade, as
velocidades vetoriais ótimas estimadas nas coordenadas x e y para os
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As velocidades em V x,y2 são sinais de controle ótimos para o robô
2 que garantem a manutenção da conectividade entre ele e o robô 1 e o
aproxima de seu vizinho virtual, o robô 3. Apesar da matriz V x,y2 conter
os valores para todos os instantes da janela de predição, a posição do
robô é atualizada com base apenas no primeiro valor predito para a
velocidade nas coordenadas x e y, o que equivale à primeira linha dessa
matriz.
3.3.4.2. Exemplo 2
Dada a topologia inicial, anteriormente descrita, utiliza-se o con-
trole explícito de links virtuais para corrigir os nós críticos e estabelecer
a bi-conectividade lógica dessa topologia. Assim, como no exemplo an-
terior, o algoritmo de conectividade baseado em consenso constrói a
bi-conectividade física na rede de robôs móveis.
Na Figura 3.21 pode-se observar quatro momentos distintos do
processo de estruturação da bi-conectividade na topologia inicial, uti-
lizando a correção de nós críticos baseada na construção explícita de
links virtuais.
Inicialmente, como mostrado na Figura 3.21a, o robô 3 detecta
sua criticidade e, através da equação (3.9) encontra os melhores can-
didatos à ligação virtual que pode corrigir tal criticidade; esses can-
didatos, no primeiro instante, são os robôs 1 e 5. O mesmo processo
ocorre com os robôs 1 e 5, pois ambos são nós críticos: o robô 1 cria
uma ligação virtual entre os robôs 2 e 3, e o robô 5 cria uma ligação
virtual entre os robôs 3 e 4. Com a aproximação dos robôs, as ligações
entre 2 e 3, e 4 e 3 tornam-se físicas, corrigindo a criticidade dos robôs
1 e 5.
Na Figura 3.21b, nota-se que a distância entre os robôs 2 e 4 é
menor do que a distância entre os robôs 1 e 5, que é o atual link virtual
associado ao nó crítico 3. Como os robôs 2 e 4 são ambos vizinhos do
robô 3 e não são vizinhos entre si, eles se tornam uma melhor opção
como candidatos a uma ligação virtual que substituirá o link entre os
robôs 1 e 5. Isso ocorre na Figura 3.21c, onde uma ligação virtual entre
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Figura 3.21: Evolução do controle de topologia utilizando links vir-
tuais.
os robôs 2 e 4 é criada e a ligação entre os robôs 1 e 5 é removida.
Finalmente na Figura 3.21d, o link virtual entre os robôs 2 e 5 torna-se
físico e a criticidade do robô 3 é corrigida, resultando numa topologia
bi-conexa.
Durante a criação e remoção das ligações virtuais, uma série de
mensagens de controle é trocada entre os nós críticos e os robôs mem-
bros dessas ligações, por exemplo, na Figura 3.21c o robô 3 envia uma
mensagem add(2, 4) para criar uma ligação virtual entre os robôs 2
e 4, e em seguida envia del(1, 5) para eliminar a ligação virtual que
fora substituída. Essa é a maior desvantagem desse método para cor-
reção dos nós críticos em relação ao anterior, pois se houverem muitas
perdas de pacotes devido à instabilidades do ambiente, um robô perten-
cente à ligação virtual pode não receber uma mensagem para remover
esse link o que, além de resultar em consumo desnecessário de recur-
sos desse robô, pode até mesmo causar problemas na estruturação da
bi-conectividade.
Para a primeira iteração do controle de conectividade executado
no robô 2, as velocidades previstas para os 5 instantes de predição são
bastante similares às apresentadas no exemplo anterior, pois o estado
topológico da rede em relação ao robô 2 é o mesmo nesse período. Já a
63
partir do tempo descrito na Figura 3.21b os sinais de controle passam
a ser diferentes nos dois exemplos, porém mantendo-se equivalentes e
mostrando que, no geral, o comportamento do controle de conectividade





Nesta seção, os algoritmos apresentados anteriormente são sub-
metidos à simulações numéricas e testes em uma plataforma robótica
experimental visando a comprovação de seu funcionamento. As simu-
lações são realizadas por uma implementação dos algoritmos em lin-
guagem C++, e utilizam como entrada, um conjunto de grafos aleatórios
gerados pela biblioteca NetworkX1 que é desenvolvia em Python e per-
mite a construção de vários tipos de grafos de uma maneira persona-
lizável. Mais informações a cerca do simulador e do gerador de grafos
são encontradas nos apêndices A e D, respectivamente.
Os testes com os robôs reais são efetuados com o auxílio da inter-
face de comunicação para robôs conhecida como ROS (Robot Operating
System)2, que é extremamente poderosa e flexível, permitindo a ma-
nipulação dos mais diversos tipos de robôs de uma maneira simples e
padronizada.
A análise de robustez é feita através de algumas métricas de de-
sempenho de redes baseadas em conceitos de teoria dos grafos. Os testes
serão propostos visando comprovar que as características topológicas
oriundas da estratégia utilizada estão entre as melhores possíveis para
a configuração inicial da rede apresentada.
A seguir são expostas, de forma breve, as métricas de análise de
robustez costumeiramente utilizadas em teoria dos grafos, na sequên-
cia são feitas as simulações numéricas e as análises de desempenho e
finalmente na seção 4.4 são apresentados os experimentos com os robôs




4.1. Métricas para Análise de Robustez
A análise de robustez em redes de comunicação visa a determi-
nação de medidas que possam quantificar o desempenho dessas redes
de maneira numérica levando em consideração propriedades matemati-
camente fundamentadas em teoria dos grafos. Essas medidas servem
como fatores de comparação qualitativa entre diferentes tipos de redes,
para determinar o quanto uma rede é melhor ou pior que outra, por
exemplo.
Algumas métricas aqui apresentadas são chamadas de medidas
espectrais do grafo de comunicação, pois utilizam os autovalores do
espectro Laplaciano derivado da matriz de adjacência que representa o
grafo das redes de comunicação. Existem outras métricas de robustez
que podem ser utilizadas, no entanto, para o escopo desse trabalho, as
apresentadas se comportam de maneira mais adequada às propriedades
que se deseja comprovar.
Na sequência são apresentadas as cinco medidas utilizadas nesse
trabalho para se avaliar a robustez dos algoritmos de controle de topolo-
gia propostos. As três primeiras são espectrométricas e são utilizadas
para verificar o desempenho do controle de topologia para a manuten-
ção da conectividade, enquanto que as duas últimas são definidas em
função do número de arestas e seu peso relativo e são utilizadas para
avaliar a minimização da topologia de comunicação.
4.1.1. Conectividade Algébrica
A matriz Laplaciana de um grafo é positiva semi-definida e a
soma de suas linhas é sempre zero, devido a isso seus autovalores são
reais, não negativos e o menor deles é zero. Desta forma, pode-se
agrupar tais autovalores por ordem de grandeza, tal que 0 = λ1 ≤ λ2 ≤
. . . ≤ λn. O segundo menor autovalor (λ2) foi chamado por Miroslav
Fiedler [41], de Conectividade Algébrica e sua magnitude pode definir
o quão conexo é um grafo, da seguinte maneira:
1. A conectividade algébrica de um grafo é igual a zero se e somente
se o grafo é desconexo;
2. A conectividade algébrica de um grafo incompleto não é maior
que a vértice-conectividade desse grafo, dessa forma:
0 ≤ λ2 ≤ κv ≤ κe ≤ δ,
onde κv é a vértice-conectividade, κe é a aresta-conectividade e
δ é a mínima valência do grafo.
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Apesar de a conectividade algébrica detectar características fun-
damentais de um grafo, ela não é capaz de detectar pequenas variações
no número de arestas que não influenciem drasticamente a conectivi-
dade desse grafo. Por isso, a sua utilização para análise de robustez só
pode ser realizada em conjunto com outras métricas mais precisas, a
fim de se ter um resultado mais coerente com a realidade.
4.1.2. Número de Árvores Geradoras
Uma árvore geradora é um subgrafo contendo n− 1 arestas, sem
ciclos e de acordo com Baras e Hovareshti [42], o número de árvores
geradoras de um grafo representando uma rede de comunicação é um
indicador de robustez dessa rede. Isso ocorre, porque a confiabilidade
de um grafo pode ser mensurada pelo número de caminhos disponíveis
entre seus nós constituintes, já que a probabilidade de existir um ca-
minho entre qualquer par de nós é igual a probabilidade de existência
de uma árvore geradora no grafo.
Como consequência do Teorema da Matriz-Árvore proposto por
Kirchhoff, o número de árvores geradoras de um grafo pode ser definido
em função dos n − 1 maiores autovalores da matriz Laplaciana não






Diferentemente da conectividade algébrica, o número de árvores
geradoras é bastante sensível a mínima variação da conectividade do
grafo e acaba se comportando da mesma forma que outra medida de
robustez em grafos, a confiabilidade polinomial, aumentando sua ma-
gnitude de acordo com a robustez desse grafo.
4.1.3. Resistência Efetiva
A resistência efetiva é definida de acordo com a lei de Kirchhoff
para circuitos elétricos assumindo que o grafo se comporta como um
circuito elétrico, onde cada aresta (i, j) é equivalente a um resistor
rij = 1 Ohm. Assim, como em circuitos elétricos, a resistência efetiva
total do grafo pode ser determinada por meio das equações para o
cálculo de resistências em paralelo e em série, de forma que se r1 = 1
e r2 = 1, então r1 + r2 = 1 + 1 = 2 Ohm, se r1 e r2 estão conectados
em série, e (r−11 + r−12 )−1 = (1−1 + 1−1)−1 = 1/2 Ohm, se r1 e r2 estão
conectados em paralelo.
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A resistência efetiva total do grafo é dada pela soma das resistên-
cias efetivas de cada aresta. Mas, de acordo com Klein e Randić [43] a
resistência efetiva total de um grafo, também pode ser obtida a partir








No trabalho de Ellens et al. [44] é provado que a resistência efe-
tiva de um grafo é estritamente relacionada ao grau de conectividade
desse grafo, decrescendo seu valor de acordo com esse grau de conecti-
vidade. Desta forma, quanto menor a resistência efetiva de um grafo
que representa uma rede de comunicação, mais robusta é esta rede.
4.1.4. Custo Energético
Segundo Santi [27], o consumo energético de uma rede pode ser
analisado a partir do seu custo energético, que é definido em função
da distância característica associada à rede obtida a partir da soma
dos raios de comunicação de todos os robôs elevado a um fator de
potência que caracteriza o ambiente onde tais robôs se encontram. A





onde φ é o fator de atenuação definido de acordo com o grau de inter-
ferência do ambiente, para uma área livre de obstáculos, por exemplo,
φ = 2.
4.1.5. Cobertura Média das Arestas
No trabalho de Johansson e Carr-Motyčková [28] a interferên-
cia oriunda do processo de comunicação na rede é obtida a partir da











onde Cij é a cobertura da aresta (i, j), dada pelo número de vértices que
estão posicionados a uma distância de i e j menor que o comprimento
69
desta aresta, em outras palavras:
Cij = |{q ∈ V : wiq ≤ wij ∧ wjq ≤ wij}|.
4.1.6. Valores para Grafos Conhecidos
Usualmente, para se analisar a robustez de um grafo qualquer
com relação à sua conectividade, utiliza-se as medidas espectrométricas
apresentadas anteriormente para grafos já conhecidos, como valores de
referência, e avalia-se o quão próximo de um grafo regular com maior
robustez para uma configuração similar a esse grafo, estão esses valores.
A seguir, na Figura 4.1, são apresentados 6 grafos usualmente
utilizados na literatura como fontes de comparação para índices de ro-
bustez em análises quantitativas. Todos os grafos apresentados são não
direcionados e possuem 10 nós, variando o número de arestas e a estru-
tura de conexão destas. Na Figura 4.1a é apresentado um grafo linear,
na Figura 4.1b um grafo cíclico, na Figura 4.1c o grafo de Petersen,
que é regular com grau 3, na Figura 4.1d um grafo regular de grau 3,
na Figura 4.1e um grafo regular em malha e finalmente na Figura 4.1f
um grafo completo.
(a) P10




Figura 4.1: Grafos utilizados como referência.
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A Tabela 4.1 contém os valores para a conectividade algébrica
(λ2), resistência efetiva (R), número de árvores geradoras (ξ), aresta-
conectividade (κe), número de arestas () e vértice-conectividade (κv)
para todos os grafos apresentados na Figura 4.1.
Tabela 4.1: Medidas espectrométricas para grafos conhecidos.
grafo λ2 R ξ κe κv 
P10 0.098 165 1 1 1 9
C10 0.382 82.5 10 2 2 10
P 2 33 2000 3 3 15
K10,3 1.382 34.39 1815 3 3 15
G2,5 0.382 56.1 209 2 2 13
K10 10 9 108 9 9 45
Como se observa, para o caso do grafo cíclico e do grafo regular
em malha, a conectividade algébrica não é sensível o bastante para
detectar a variação no número de arestas não determinantes para a
conectividade do grafo, e devido a isso, ambos os grafos possuem a
mesma conectividade algébrica, mesmo sendo ligeiramente diferentes
um do outro.
Além dos valores aqui apresentados, em [45, 46] são encontrados
outros valores para a conectividade algébrica em diversos grafos, em
[44] há valores para a resistência efetiva em alguns grafos e em [42, 45],
valores para o número de árvores geradoras em certos grafos podem ser
encontrados.
4.2. Simulações do Controle de Topologia para a
Minimização do Número de Links
Nesta seção são apresentadas algumas simulações para avaliar
a efetividade do controle de topologia para a minimização do número
de links de comunicação, auxiliando na redução do consumo energético
e na interferência causada pela comunicação entre os robôs. São re-
alizados dois testes pontuais: no primeiro, uma rede de robôs móveis
arbitrária é submetida ao controle de topologia e, em seguida, verifica-
se a redução no consumo de energia e na interferência média para a
topologia resultante; no segundo, uma rede com um grande número
de robôs é submetida ao mesmo algoritmo e, após algumas iterações,
avalia-se o estado da rede, bem como o seu grau de conectividade e a
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eficiência na redução do consumo energético e interferência relativas a
comunicação entre os robôs.
4.2.1. Teste 1 - Avaliação da Redução no Consumo
Energético e Interferência
Este teste é realizado em uma topologia arbitrária com 10 robôs
não holonômicos dispostos num plano e cujas posições, raio de comu-
nicação e raio de cobertura são apresentados na Tabela 4.2.
Tabela 4.2: Configuração inicial de posição, raio de comunicação e
raio de cobertura (valores em metros).
robô x y rcom rcov
1 10.15 30.95 7 2.5
2 21.66 12.06 15 3.5
3 8.41 21.87 10 3.5
4 27.24 12.54 10 3.5
5 19.98 22.43 10 3.5
6 20.41 32.64 15 3.5
7 24.9 18.76 10 3.5
8 15.37 23.61 10 3.5
9 24.96 39.97 10 4.5
10 18.95 32.75 12 3.5
Como se percebe os raios de comunicação dos robôs 1, 2, 6 e 10
são diferentes dos demais, assim como o raio de cobertura dos robôs
1 e 9. Com isso a topologia resultante será heterogênea, apresentando
ligações direcionadas. A Figura 4.2 mostra essa topologia. As setas
em magenta representam ligações direcionadas e o círculo em torno dos
robôs é a área de comunicação de cada um. Os nós em azul são robôs
que não enviam informação para nenhum outro, pois todos estão fora
do seu raio de comunicação.
O algoritmo de controle de conectividade possui os seguintes
parâmetros para sua função objetivo:
∆k = 0.5s p = 5 γi = 0.5
αij ∈ {0, 1} aij ∈ {0, 1}
A saturação do sinal do controle de movimento assume os se-
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Figura 4.2: Configuração inicial da topologia: círculos representam
a área de comunicação de cada robô e as setas indicam troca de infor-
mação direcionada.







Após a execução de 100 iterações do controle de topologia, a rede
resultante apresenta-se completamente minimizada, constituída apenas
pela árvore geradora mínima, o que pode ser visto na Figura 4.3. O
raio de comunicação de todos os robôs também sofreu uma significativa
redução, como se observa na Tabela 4.3.
Na Figura 4.4 é possível perceber a variação do custo energético
da rede durante a simulação. Houve uma grande redução no consumo
energético da rede até a vigésima iteração do algoritmo, logo após há
pequenos aumentos e quedas sucessivas, de forma que a partir da ite-
ração 80, aproximadamente, o custo energético se estabiliza.
A interferência oriunda da sobreposição de áreas de comunicação
da rede pode ser analisada através da cobertura média das arestas do
grafo desta rede e na Figura 4.5 é apresentada a variação dessa cober-



























Figura 4.3: Topologia resultante após 100 iterações do controle de
topologia.
Tabela 4.3: Configuração final de posição, raio de comunicação e raio
de cobertura (valores em metros).
robô x y rcom rcov
1 10.81 30.25 6.4963 2.5
2 20.95 11.54 7.7032 3.5
3 7.38 22.02 7.6936 3.5
4 27.93 12.01 7.7032 3.5
5 20.39 23.03 7.6704 3.5
6 23.33 33.44 8.6927 3.5
7 25.83 18.67 7.6793 3.5
8 13.7 25 7.6936 3.5
9 26.08 40.94 9.9 4.5
10 16.47 32.19 7.6729 3.5
74




















Figura 4.4: Custo energético da rede durante 100 iterações.
decresce consideravelmente durante a simulação, estabilizando-se após
a iteração 80 no valor zero.
Analisando os valores do custo energético ao final da simulação,
percebe-se uma redução de aproximadamente 30.55% nesse valor, o
que indica uma redução no consumo de energia da rede proporcional.
Também ouve uma grande redução da cobertura média das arestas
ao final da simulação, tal valor decaiu de 0.6 no início da simulação
para 0 ao final desta, o que indica a redução completa da interferência
causada pela sobreposição de áreas de transmissão nesta rede. Esses
valores comprovam a efetividade do algoritmo em reduzir o consumo
energético envolvido nos processos de comunicação e a interferência
causal oriunda do conflito transmissões concorrentes de cada robô numa
rede de comunicação arbitrária.
Também pode-se verificar a variação do número de árvores gera-
doras do grafo da rede durante a execução do controle de topologia. A
Figura 4.6 apresenta esta variação durante as 100 iterações do controle
de topologia. Como se percebe, nas primeiras 10 iterações, o número
de árvores geradores decresce rapidamente, ocorrendo pequenas vari-
ações e estabilizando-se em 1, após a iteração 80. Esse resultado é o
esperado, já que não restaram subciclos na topologia otimizada.
Analisando a matriz de adjacências ponderada resultante A¯ em
relação à matriz de distâncias entre todos os robôs W, tem-se que as
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Figura 4.5: Cobertura média das arestas da rede durante 100 itera-
ções.


























Figura 4.6: Variação do número de árvores geradoras da rede durante
100 iterações.
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arestas escolhidas são realmente as melhores possíveis3, o que demon-
stra que a árvore geradora sob a qual se encontra a rede é mínima.
A¯ =

0 0 0 0 0 0 0 5.99 0 5.98
0 0 0 7 0 0 0 0 0 0
0 0 0 0 0 0 0 6.99 0 0
0 7 0 0 0 0 6.97 0 0 0
0 0 0 0 0 0 6.96 6.97 0 0
0 0 0 0 0 0 0 0 7.99 6.97
0 0 0 6.97 6.96 0 0 0 0 0
5.99 0 6.99 0 6.97 0 0 0 0 0
0 0 0 0 0 7.99 0 0 0 0
5.98 0 0 0 0 6.97 0 0 0 0

W =
0 21.2 8.9 25 12 12.9 18.9 5.99 18.6 5.98
21.2 0 17.1 7 11.4 22 8.6 15.2 29.9 21.1
8.9 17.1 0 22.8 13 19.6 18.7 6.99 26.6 13.6
25 7 22.8 0 13.3 21.9 6.97 19.2 28.9 23.2
12 11.4 13 13.3 0 10.8 6.96 6.97 18.7 9.9
12.9 22 19.6 21.9 10.8 0 14.9 12.7 7.99 6.97
18.9 8.6 18.7 6.97 6.96 14.9 0 13.6 22.2 16.4
5.99 15.2 6.99 19.2 6.97 12.7 13.6 0 20.1 7.6
18.6 29.8 26.6 28.9 18.7 7.99 22.2 20.1 0 13
5.98 21.1 13.6 23.2 9.9 6.97 16.4 7.6 13 0


4.2.2. Teste 2 - Efetividade em Redes Densas
Nesta simulação um grupo de 100 robôs não holonômicos dis-
postos em um plano são submetidos ao controle de topologia para a
minimização da comunicação, e verifica-se o comportamento da topolo-
gia em termos da cobertura média das arestas e do custo energético da
rede em seu estado final.
A rede é homogênea, todos os robôs tem raio de comunicação
rcom = 10m e raio de cobertura rcov = 3m. Os parâmetros do controle
de conectividade são definidos como no teste anterior.
Na Figura 4.7a, observa-se a disposição inicial dos robôs e a
topologia de comunicação antes da aplicação do controle de topologia.
3O elemento zero nestas matrizes indica inalcançabilidade.
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(b) tf > t0
Figura 4.7: Topologia de comunicação em dois instantes diferentes.
Após a execução de 100 iterações, a topologia final apresenta-se
minimizada, como se observa na Figura 4.7b. A topologia resultante
não é composta apenas por uma árvore geradora mínima, pois como
o algoritmo utiliza somente informação localizada à 1-hop para mini-
mizar a comunicação, ciclos com 6 nós ou mais não são percebidos,
originando uma LMST, que apesar de não ser ótima, cumpre o seu
papel, minimizando o número de ligações na rede.
Na Figura 4.8, nota-se a variação do custo energético da rede
durante a simulação. Como o esperado, esse custo é reduzido signifi-
cantemente durante a execução do controle de topologia e ao final da
simulação a redução é de cerca de 45.98% em relação ao valor encon-
trado no início da simulação.
A Figura 4.9 refere-se a variação da cobertura média das arestas
da rede durante a execução das 100 iterações. Como se observa, assim
como no caso do custo energético, há uma grande redução na cobertura
média das arestas, atingindo aproximadamente 5.36% do valor inicial
no final das 100 iterações, o que implica em uma diminuição de 94.64%
na interferência no processo de comunicação oriunda da sobreposição
de áreas de transmissão.
Assim como na primeira simulação, neste caso o controle de
topologia se mostrou efetivo na ação de minimizar o consumo ener-
gético da rede e reduzir a interferência causada pela comunicação.
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Figura 4.8: Variação do custo energético da rede.
























Figura 4.9: Variação da cobertura média da rede.
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4.3. Simulações do Controle de Topologia para Ma-
nutenção da Conectividade
Para avaliar a atuação do algoritmo de controle de topologia
para a manutenção da conectividade utilizando as duas abordagens de
correção de nós críticos apresentadas, foram realizados 3 testes especí-
ficos: no primeiro uma rede, cuja topologia inicial é não bi-conexa,
é submetida à algumas iterações dos algoritmos propostos, e ao final
avalia-se a robustez da rede resultante em relação aos grafos utilizados
como referência; no segundo teste, a topologia testada sofre com per-
das de comunicação por parte de alguns robôs e ocorre a entrada de
novos indivíduos na rede; e finalmente no terceiro teste, as duas abor-
dagens para correção de nós críticos são avaliadas em uma rede com
muitos robôs, e compara-se o desempenho de ambas as abordagens
nesse cenário.
Para simplificar a referenciação aos algoritmos propostos, o con-
trole de topologia utilizando a correção de nós críticos baseada em
links virtuais poderá ser chamado de controle de topologia VLINK ou
simplesmente VLINK, e o controle de topologia utilizando a correção
de nós críticos através do Problema do Caixeiro Viajante poderá ser
referenciado como controle de topologia TSP ou apenas TSP.
4.3.1. Teste 1 - Robustez da Topologia Resultante
Nesse teste, são utilizados 6 robôs não holonômicos dispostos em
um plano, com suas posições iniciais sendo definidas conforme a Tabela
4.4. Todos possuem o mesmo raio de comunicação e raio de cobertura
e, portanto, trata-se de uma rede homogênea, tais valores também são
definidos na Tabela 4.4 e todos os valores são apresentados em metros.
A topologia inicial de comunicação é descrita pela Figura 4.10.
O círculo em torno dos robôs é a área de cobertura de cada um.
O algoritmo de conectividade possui os seguintes valores para o
passo de atualização e horizonte de predição:
∆k = 0.5s p = 5.
E os parâmetros para a função objetivo são definidos como segue:
γi = 0.5
αij ∈ {0, 1}
α¯ij ∈ {0, 1}
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Tabela 4.4: Configuração inicial de posição, raio de comunicação e
raio de cobertura para o teste 1.
robô x y rcom rcov
1 0 0 10 4.5
2 0 6 10 4.5
3 5 -0.3 10 4.5
4 2.5 -0.9 10 4.5
5 10 -5.2 10 4.5
6 11 5 10 4.5
7 11 12 10 4.5
8 11 16 10 4.5
9 15 5 10 4.5
10 24 5 10 4.5



















Figura 4.10: Configuração inicial da topologia: círculos em torno dos
robôs indicam a área de cobertura de cada um.
Após aproximadamente 200 iterações entre os robôs, a topolo-
gia resultante para ambas as abordagens de correção de nós críticos
utilizando o controle de conectividade com os parâmetros definidos an-
teriormente é exibida na Figura 4.11. Na Figura 4.11a observa-se o
estado da rede para controle de topologia com VLINK e na Figura
4.11b é apresentado o estado da rede para o controle de topologia uti-
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lizando TSP. Nota-se que os grafos finais para as duas abordagens são
diferentes, e aparentemente, a utilização do algoritmo de resolução do
Problema do Caixeiro Viajante para a eliminação dos nós críticos é
mais eficiente, neste primeiro instante.










































Figura 4.11: Estado da rede após 200 iterações.
Na Figura 4.12 são apresentadas as variações da conectividade al-
gébrica para as duas abordagens durante 250 iterações de comunicação
entre os robôs. Nota-se, mais uma vez, que a abordagem utilizando
o Problema do Caixeiro viajante (linha), atinge um grau de conectivi-
dade maior em um tempo menor do que a abordagem utilizando links
virtuais (tracejado), no entanto, as duas topologias atingem o mesmo
grau de conectividade no fim da simulação.
A Figura 4.13 expõe a variação da resistência efetiva da rede de
robôs durante a execução do algoritmo de controle de topologia uti-
lizando as duas abordagens para correção de nós críticos. Os resulta-
dos se assemelham aos apresentados pela conectividade algébrica, onde
a abordagem para correção de nós críticos utilizando o Problema do
Caixeiro Viajante (linha) faz a rede atingir sua melhor conectividade
em tempo menor – exatamente na iteração 117 – que a abordagem uti-
lizando links virtuais (tracejado) – que atinge o mesmo valor na iteração
227.
A variação do número de árvores geradoras para a rede durante
a execução do algoritmo utilizando as duas abordagens é descrita na
Figura 4.14: em tracejado é apresentada a variação para a abordagem
baseada em links virtuais e em linha contínua, para a abordagem uti-
lizando o Problema do Caixeiro Viajante. Percebe-se que o número
de árvores geradoras para a execução do controle de topologia para a
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Figura 4.12: Variação da conectividade algébrica durante 250 itera-
ções.























Figura 4.13: Variação da resistência efetiva durante 250 iterações.
primeira abordagem é bem maior do que o apresentado para a segunda,

























Figura 4.14: Variação do número de árvores geradoras durante 250
iterações.
Na Figura 4.15, nota-se a variação do número de arestas na rede
de comunicação durante a execução do controle de topologia com as
duas abordagens de correção de nós críticos. Durante a execução do
controle de topologia baseado no TSP, o número de links, no início da
atuação da simulação é muito maior do que o apresentado pelo controle
de topologia utilizando VLINK, o que é reflexo da forma como os nós
críticos são corrigidos.
Analisando as métricas de robustez citadas para cada caso, perce-
be-se que o tempo de convergência do algoritmo de controle de topolo-
gia para a manutenção da conectividade utilizando como técnica de
correção de nós críticos o Problema do Caixeiro Viajante é cerca de
48.46% menor do que o tempo de convergência apresentado quando
o controle de topologia utiliza a abordagem baseada em links virtu-
ais. Isso não significa, necessariamente, que a técnica de links virtuais
para a correção de nós críticos seja ruim, apenas que sua velocidade de
convergência não é apropriada para situações mais instáveis, em que
a topologia da rede deve atingir um estado bi-conexo o mais rápido
possível.
A rede, durante a simulação, apresenta uma topologia robusta, é
notavelmente bi-conexa, atingido a tri-conectividade no final da simula-
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Figura 4.15: Variação do número de links durante 250 iterações.
ção. Isso implica que até dois nós adjacentes podem ser desconectados,
sem que haja uma desconexão na rede como um todo. Em termos com-
parativos, a resistência efetiva da topologia final é de R = 29.66 o que
corresponde aproximadamente a um valor 10.1% menor que a resistên-
cia efetiva do grafo de Petersen, um dos melhores grafos bi-conexos
com 10 nós. O número de árvores geradoras também é bastante ele-
vado, com ξ = 11880 árvores geradoras, o que é cerca de 83.16% maior
do que o valor apresentado pelo grafo de Petersen. Entretanto, em re-
lação ao grafo completo K10, os valores se mostram bastante tímidos,
com o número de árvores geradoras sendo 99.9% menor que o valor
apresentado pelo grafo completo com 10 vértices, o que de fato é espe-
rado, afinal o grafo completo é a forma mais robusta de um grafo com
relação à conectividade.
Para comprovar o estado de bi-conectividade atingido pela rede
de robôs utilizada nesta simulação, pode-se avaliar a matriz de ad-
jacências que descreve esta rede para os dois métodos de correção de
nós críticos, verificando o a conectividade algébrica durante a remoção
de cada robô e buscando a presença de vértices de corte ou nós críticos.
Na ausência destes elementos, a topologia é comprovada bi-conexa.
A seguir são apresentadas as matrizes de adjacência para as topo-
logias mostradas na Figura 4.11 após a execução do controle de topolo-
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gia utilizando o TSP e o VLINK para a correção dos nós críticos:
0 1 1 1 0 0 0 0 0 0
1 0 1 0 0 0 1 0 0 0
1 1 0 1 1 1 1 0 0 0
1 0 1 0 1 0 0 0 0 0
0 0 1 1 0 1 0 0 1 0
0 0 1 0 1 0 1 1 1 1
0 1 1 0 0 1 0 1 0 0
0 0 0 0 0 1 1 0 0 1
0 0 0 0 1 1 0 0 0 1





0 1 1 1 0 0 0 0 0 0
1 0 1 0 0 0 1 0 0 0
1 1 0 1 1 1 1 0 0 0
1 0 1 0 1 0 0 0 0 0
0 0 1 1 0 0 0 0 1 0
0 0 1 0 0 0 1 1 1 1
0 1 1 0 0 1 0 1 0 0
0 0 0 0 0 1 1 0 0 0
0 0 0 0 1 1 0 0 0 1




A avaliação da bi-conectividade foi realizada testando a cone-
ctividade algébrica da rede resultante durante a remoção de cada um
dos robôs individualmente. Se a conectividade algébrica é menor que
zero quando se remove um determinado robô, então este robô é um nó
crítico e a topologia não é bi-conexa.
Essa avaliação foi feita a partir das matrizes de adjacências apre-
sentadas anteriormente e resultaram no gráfico da Figura 4.16, onde as
barras em preto indicam a conectividade algébrica para o controle de
topologia VLINK, enquanto que as barras em cinza representam esse
mesmo valor para o controle de topologia TSP. O eixo horizontal indica
quais robôs são removidos da rede durante a avaliação e o eixo vertical
a conectividade algébrica.
Como se observa, a conectividade algébrica se mantém sempre
acima de zero para todos os robôs avaliados, o que indica a inexistência
de vértices de corte e, portanto, comprova o estado de bi-conectividade
atingido pela rede após a execução do controle de topologia com ambas
as abordagens para correção dos nós críticos.
4.3.2. Teste 2 - Convergência em Topologias Dinâmi-
cas
Neste teste, a mesma topologia utilizada nas simulações anteri-
ores é processada pelo algoritmo de controle de topologia quando ocorre
instabilidades e robôs são desconectados da rede. É avaliado, também,
como o algoritmo se comporta quando há inserção de novos robôs na
rede e como a topologia se adapta à essa situação para manter o estado
de bi-conectividade.
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Figura 4.16: Variação da conexão algébrica durante a remoção de
cada um dos robôs.
A Figura 4.17 refere-se a rede de comunicação no instante imedi-
atamente posterior ao apresentado na Figura 4.11, onde o robô 3 perde
a conexão com todos os outros e o algoritmo de controle de topologia
tenta restaurar a conectividade.










































Figura 4.17: Topologia resultante quando o robô 3 perde a comuni-
cação com todos os outros.
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Na Figura 4.17a, observa-se o algoritmo de controle de topolo-
gia utilizando a abordagem de links virtuais para a correção dos nós
críticos, enquanto que na Figura 4.17b, é mostrada a mesma situação
para a abordagem utilizando o algoritmo de resolução do TSP. Nota-se
que a ação do controle de topologia nas duas abordagens é diferente,
pois enquanto na primeira abordagem os nós críticos locais tentam cor-
rigir sua criticidade, criando uma série de ligações virtuais entre seus
vizinhos mais próximos, na segunda abordagem, não há qualquer ação
visível do algoritmo de controle de topologia, embora este esteja sendo
executado.










































Figura 4.18: Topologia resultante quando o robô 1 perde a comuni-
cação com todos os outros.
Na Figura 4.18, o robô 1 perde a conexão com todos os demais,
tornando a rede não bi-conexa, com os robôs 7 e 5 nós críticos. As
figuras 4.18a e 4.18b representam a ação do controle de conectividade
sujeito a cada uma das abordagens de correção de nós críticos. As
ligações direcionadas na Figura 4.18b ocorrem porque a abordagem
para remoção de nós críticos utilizando o TSP gera um grafo ótimo
diferente para cada robô, devido à informação limitada a que cada um
tem acesso, enquanto que na abordagem baseada em links virtuais,
é o nó crítico quem cria e coordena a manutenção da ligação virtual
entre os vizinhos lógicos, que têm a mesma informação sobre as ligações
virtuais a que pertencem.
Finalmente, na Figura 4.19, a bi-conectividade é restaurada na
rede, e todos os nós críticos são corrigidos. Os links virtuais na Figura
4.19a se mantém, porque ainda não houve tempo suficiente para os
robôs 7 e 5 receberem informação sobre a nova ligação que se formou
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entre os robôs 2 e 4, e enviarem a mensagem de deleção dos links virtuais
para seus respectivos vizinhos, isso possivelmente acontece na iteração
seguinte.









































Figura 4.19: A bi-conectividade é restaurada na rede.
Na Figura 4.20 um novo robô aparece na vizinhança do robô 8 e
é criada uma ligação entre os dois, o robô 8 torna-se um nó crítico e um
link virtual é criado entre os robôs 10 e 11 para corrigir essa criticidade.
Em ambas as abordagens para a correção dos nós críticos, a ação de
correção é a mesma.
Como observado nas simulações, as abordagens para correção de
nós críticos funcionam de maneira adequada em ambientes dinâmicos e
o controle de conectividade proposto, garante que a topologia mantenha
seu estado de conectividade, mesmo quando robôs perdem a conexão
com o restante do grupo ou novos robôs aparecem.
4.3.3. Teste 3 - Desempenho em Topologias Densas
Nesta simulação, o algoritmo de controle de topologia para a
manutenção da conectividade é analisado em uma rede com um grande
número de robôs. Em um espaço bi-dimensional são dispostos, de
maneira randômica, 100 robôs não holonômicos, de forma que ini-
cialmente a topologia de comunicação do grupo é altamente esparsa
e não é bi-conexa, como mostra a Figura 4.21. Todos os robôs possuem
raio de comunicação rcom = 10m e raio de cobertura rcov = 4.5m,
os parâmetros da função objetivo do controle de conectividade são os
mesmos apresentados no teste 1.
Após a execução de 500 iterações de comunicação entre os robôs,
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Figura 4.20: Topologia resultante quando um novo robô é detectado.














Figura 4.21: Configuração inicial da topologia com 100 robôs dispos-
tos de maneira aleatória.
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nota-se na Figura 4.22, o estado final da rede para o controle de topolo-
gia utilizando a correção de nós críticos baseada em link virtual (Figura
4.22a) e para o controle de topologia utilizando a correção de nós críti-
cos com o TSP (Figura 4.22b).


































Figura 4.22: Topologia resultante após 500 iterações do controle de
topologia.
Na Figura 4.23 tem-se a variação da conectividade algébrica para
a rede. Como é perceptível, o grafo após a execução do controle de
topologia VLINK é levemente mais conexo que o grafo resultante do
controle de topologia TSP.
A Figura 4.24 apresenta a variação da resistência efetiva do grafo
da rede durante a simulação, a abordagem para correção de nós críticos
utilizando links virtuais se comporta melhor que a abordagem utilizado
o TSP, apresentado uma menor resistência efetiva durante a simulação.
Na Figura 4.25 é possível analisar a variação no número de vér-
tices durante as 500 iterações do algoritmo de controle de conectivi-
dade. Neste caso, percebe-se um comportamento interessante para a
topologia, mesmo com mais arestas, o grafo resultante do controle de
topologia com a abordagem TSP apresenta conectividade menor do
que o derivado da abordagem VLINK, isso ocorre porque, como se
percebe pela Figura 4.22, o grafo resultante da primeira abordagem
(Figura 4.22b) é menos agrupado, enquanto que o gerado pela segunda
abordagem (Figura 4.22a) é menos denso, porém mais agrupado, isso
influencia a conectividade algébrica, pois quanto mais agrupado é um
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Figura 4.23: Variação da conectividade algébrica durante a simula-
ção.






















Figura 4.24: Variação da resistência efetiva durante a simulação.
grafo, mais conexo este tende a ser.
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Figura 4.25: Variação do número de links durante a simulação.
A rede final resultante da aplicação do controle de topologia com
as duas abordagens para correção de nós críticos, atingiu o estado espe-
rado de conectividade e, no geral, ambas as topologias são equivalentes,
apresentando apenas algumas variações resultantes da ação de correção
de nós críticos. Em termos computacionais, o controle de topologia uti-
lizando TSP é mais custoso que a versão baseada links virtuais, o que
pode ser verificado quando se analisa o tempo gasto por cada um: en-
quanto a primeira abordagem consumiu cerca de 768 segundos para
executar 500 iterações, a segunda abordagem levou somente 334 segun-
dos para concluir a mesma simulação, o que implica que a abordagem
para correção de nós críticos VLINK foi 56.5% mais rápida que a abor-
dagem utilizando TSP.
4.4. Testes em Plataforma Experimental
Nesta seção, os algoritmos para controle de topologia anterior-
mente propostos são aplicados em robôs reais visando verificar a sua
efetividade nestes dispositivos. Para tal, foi desenvolvido uma biblio-
teca de comunicação que permite integrar o simulador dos algoritmos de
controle de topologia com o ROS (detalhes sobre a implementação dessa
biblioteca podem ser encontrados no apêndice C). Optou-se por essa
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abordagem devido a flexibilidade da interface de comunicação provida
por este ambiente e ao fato de que é utilizado em diversos robôs com-
erciais, possuindo uma vasta compatibilidade com os mais variados pe-
riféricos disponíveis para tais robôs.
Foram utilizados dois robôs comerciais, o P3AT4 e o P3DX5 que
são fabricados pela Pioneer. A Figura 4.26 mostra ambos os robôs e
o ambiente onde os testes foram realizados. O método de localização
utilizado por eles é baseado em odometria.
Figura 4.26: Robôs e ambiente de testes: à esquerda P3DX e à direita
P3AT.
Os testes também são realizados com robôs virtuais, simulados
no Stage6, que possui uma versão integrada ao ROS e permite que tais
robôs se comportem de forma similar aos robôs reais utilizados.
Como os tanto os robôs simulados no Stage, quanto os robôs
comerciais da Pioneer são diferenciais, um controle de movimento de
“baixo nível” que traduz as velocidades omnidirecionais provenientes
do controle de conectividade em velocidades adequadas à dinâmica
destes robôs foi desenvolvido e detalhes de sua implementação estão
disponíveis no apêndice B.
A seguir, são apresentados os testes com os três algoritmos pro-





4.4.1. Minimização da Comunicação Utilizando a
Plataforma Experimental
O teste realizado nesta seção leva em consideração a mesma
topologia apresentada na seção 4.2.1. A diferença básica é que, neste
caso, os robôs são diferenciais e os robôs 6 e 10 foram substituídos pelos
robôs da Pioneer, apresentados anteriormente.
Os parâmetros para o controle de conectividade são os mesmos
apresentados na seção 4.2.1, com exceção do passo temporal, que as-
sume o valor ∆k = 0.1s. No entanto, há a adição dos parâmetros do
controle de “baixo nível”, definidos como segue:
δθmax = 0.35 rad, δθmin = 0.01 rad,
δxmax = 0.1m, δxmin = 0.01m,
vθmax = 1 rad/s.
Como o passo temporal é o mesmo para o controle de conecti-
vidade e para o controle de movimento de “baixo nível”, o valor de
δxmax = ∆k · vxmax = 0.1m, já que a velocidade linear máxima é 1m/s.
A Figura 4.27 exibe a topologia de comunicação para o grupo de
robôs após 100 iterações do controle de topologia. Como se observa,
a topologia resultante é praticamente idêntica à topologia resultante
na simulação com robôs virtuais, apresentada anteriormente. Existem,
apenas, algumas alterações no caminho percorrido pelos robôs, mas isso
se dá por suas restrições holonômicas, aqui consideradas.
4.4.2. Manutenção da Conectividade na Plataforma
Experimental
Neste experimento, os robôs apresentados anteriormente, são
submetidos às mesmas condições apresentadas pela simulação realizada
na seção 4.3.2, em que um grupo de 10 robôs dispostos em uma topolo-
gia inicial aleatória, precisa construir uma topologia bi-conexa e garan-
tir que esta estrutura se mantenha, ainda que esta esteja sob influência
de instabilidades e perdas de nós da rede.
Os valores para o controle de conectividade são os mesmos apre-
sentados na simulação referida e os valores para o controle de movi-
mento são definidos conforme o teste anterior. Os robôs 2 e 4 são
substituídos pelos robôs P3DX e P3AT, respectivamente.
A Figura 4.28 mostra o estado da topologia de comunicação após
100 iterações do controle de topologia para as duas estratégias de cor-
reção de nós críticos. Como se observa, a topologia resultante apresenta
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Figura 4.27: Topologia resultante após 100 iterações do controle de
topologia.
uma estrutura bi-conexa, e os robôs P3DX e P3AT, assim como os de-
mais, assumem as posições esperadas, dada a topologia inicial.
A Figura 4.29 descreve a topologia de comunicação no instante
em que o robô 1 perde comunicação com todos os demais, anteriormente
o robô 3 havia também perdido a comunicação com todos os demais.
Após a ação do controle de topologia, em construir uma nova
estrutura virtual bi-conexa, o controle de conectividade atrai os vizi-
nhos virtuais e, como se observa na Figura 4.30, a bi-conectividade é
restaurada na rede.
Os robôs 2 e 4, foram substituídos pelos robôs Pioneer justa-
mente porque apresentam um papel essencial na restauração da bi-
conectividade após os robôs 1 e 3 perderem comunicação com os demais.
Percebe-se, em ambos os experimentos, que tais robôs comportaram-se
de maneira satisfatória, efetivando a estratégia de controle em “baixo
nível” e os parâmetros escolhidos.
Nota-se que o resultado final da simulação é diferente se com-
parado à simulação realizada na seção 4.3.2, onde os robôs se com-
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Figura 4.28: Topologia resultante após 100 iterações do controle de
topologia.
portam de maneira mais uniforme e há poucas diferenças entre os re-
sultados das duas estratégias de correção de nós críticos. Neste caso,
o estado final da rede, apesar de bi-conexo, foi influenciado também
pelas restrições holonômicas dos robôs, que favoreceram o comporta-
mento invariante da abordagem de correção de nós críticos baseada no
gerenciamento explícito de links virtuais, em detrimento da correção de
nós baseada no problema do Caixeiro Viajante, que apresenta compor-
tamento variável, de acordo com a vizinhança de cada robô.









































Figura 4.29: Topologia resultante após os robôs 1 e 3 perderem a
comunicação com todos os demais.
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Neste trabalho foram abordados aspectos relativos ao controle
de topologia em redes de robôs móveis, sujeitas a alterações dinâmi-
cas no número de robôs e em canais de comunicação entre eles. Foram
analisadas as duas formas em que o controle de topologia ocorre na lite-
ratura: o controle de topologia para a minimização no número de links
da rede de comunicação e o controle de topologia para a manutenção
da conectividade em uma rede arbitrária.
Os objetivos iniciais deste trabalho foram atingidos de forma
plena, e as abordagens resultantes estão de acordo com o previsto. O
primeiro desses objetivos era desenvolver um método de controle de
topologia para a minimização do número de links na rede, resultando
em uma menor interferência oriunda da sobreposição de áreas de trans-
missão e redução do consumo energético com os dispositivos de comu-
nicação. E foi cumprido com um algoritmo que utiliza estratégias de
minimização de grafos para reduzir o número de links em uma rede de
robôs móveis, permitindo que a interferência causada pela sobreposição
de áreas de transmissão seja reduzida e o custo energético necessário
para manter a rede seja minimizado através do ajuste dinâmico do raio
de comunicação dos robôs na rede.
O segundo objetivo era desenvolver uma estratégia de controle de
topologia para garantir a tolerância a falhas em redes de robôs móveis
sujeitas à instabilidades. Este objetivo foi concluído com o desenvolvi-
mento de dois algoritmos descentralizados para controle de topologia:
o primeiro, utilizando o Problema do Caixeiro Viajante para corrigir a
criticidade de nós que possam, eventualmente, desconectar a rede e um
controle de movimento baseado em consenso e controle preditivo para
garantir a estruturação da bi-conectividade nesta rede; e o segundo,
utilizando o mesmo controle de movimento do algoritmo anterior, no
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entanto, corrigindo os nós críticos através do gerenciamento explícito
de ligações virtuais entre os robôs.
O terceiro objetivo era adaptar o método desenvolvido por Or-
doñez et al. [17] para garantir a conectividade durante a realização do
controle de topologia e mover os robôs de forma que as propriedades
desejadas realmente fossem atingidas. O controle de movimento uti-
lizado nas três abordagens para o controle de topologia basearam-se
na ideia apresentada por Ordoñez et al., utilizando um algoritmo de
consenso formulado como um problema de controle preditivo descen-
tralizado para ajustar as posições dos robôs de acordo com as ligações
da rede construídas pela abordagem de controle de topologia utilizada.
O controle de conectividade, como foi chamado esse algoritmo, é di-
ferente para cada estratégia do controle de topologia, apresentado um
comportamento quando é realizada a minimização da topologia e outro
comportamento durante a manutenção da conectividade.
O quarto e quinto objetivos visavam a realização de simulações e
testes em plataformas robóticas experimentais que comprovassem a efi-
ciência dos algoritmos propostos em gerenciar a topologia de um grupo
de robôs móveis e a factibilidade de implementação destes algoritmos
em aplicações reais. Tais objetivos foram cumpridos, de forma que
as diversas simulações efetuadas confirmaram a eficácia dos algoritmos
propostos para o controle da topologia em redes dinâmicas e os testes
com robôs comerciais comprovaram a factibilidade de implementação
destes algoritmos em ambientes e problemas reais.
A seguir, as principais contribuições técnicas deste trabalho são
expostas, juntamente com algumas limitações e sugestões de trabalhos
futuros dada estas limitações.
5.1. Produções Técnicas
Durante a realização desse trabalho, dois artigos técnicos foram
elaborados e submetidos à dois eventos distintos:
• Topology Control for Maintenance of the Connectivity in Coo-
perative Mobile Robot Networks: descreve o controle de topolo-
gia para a manutenção da conectividade, utilizando como abor-
dagem para correção de nós críticos o Problema do Caixeiro Via-
jante, foi submetido ao 11th IFAC Symposium on Robot Control
(SYROCO), que será realizado na cidade de Salvador-BA nos
dias 26 a 28 de Agosto de 2015;
• Controle de Topologia para a Manutenção da Conectividade em
Sistemas Multi-Robôs Utilizando Consenso e Controle Preditivo:
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apresenta o mesmo algoritmo abordado no artigo anterior, mas
insere a questão das restrições holonômicas e os experimentos
com robôs comerciais; foi submetido ao Simpósio Brasileiro de
Automação Inteligente (SBAI) a ser realizado nos dias 25 a 28
de outubro de 2015, na cidade de Natal-RN.
5.2. Limitações
Este trabalho apresenta algumas limitações em decorrência das
estratégias utilizadas e dos objetivos inicialmente estabelecidos, tais
como:
• Os três algoritmos para o controle de topologia propostos não se
adaptam à presença de obstáculos no ambiente;
• A estratégia de controle de topologia para a manutenção da co-
nectividade não garante esta propriedade se mais de um robô
perder a comunicação com os outros simultaneamente;
• A minimização do número de links não garante a redução no
custo energético ou a minimização de áreas de transmissão con-
flitantes da rede se o raio de cobertura tem um valor muito pró-
ximo a metade do raio de comunicação;
• O custo computacional para a redução no número de links da
rede é bastante elevado graças as restrições para eliminação de
sub-ciclos, o que pode prejudicar a atuação desse algoritmo em
grupos que contenham muitos robôs.
5.3. Trabalhos Futuros
Com base nas limitações e deficiências dos algoritmos apresenta-
dos, existe uma gama de trabalhos que podem ser realizados aprovei-
tando o que foi desenvolvido até aqui, entre eles, temos:
• Adaptar o controle de topologia para detectar a presença de ob-
stáculos no ambiente: de forma que a topologia construída em
nível lógico leve em consideração a presença de obstáculos e ou-
tras perturbações do ambiente que possam causar desconexões
ou inviabilizar a estrutura planejada;
• Melhorar o algoritmo de minimização da topologia: o algoritmo
de minimização apresentado neste trabalho é baseado em uma
clássica formulação para o Problema do Caixeiro Viajante adap-
tada para a construção da árvore geradora mínima, não sendo
totalmente otimizado, em função disto. Desta forma, pode-se
utilizar outras estratégias para a minimização de maneira des-
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centralizada, que obtenham um melhor comportamento para ge-
ração da MST numa rede muito densa e possuam um menor
custo computacional, tais como a formulação de Miller et al. [33],
adaptada para esse contexto;
• Inserir a questão da holonomia no controle de conectividade: a
inserção de restrições holonômicas diretamente na função obje-
tivo do controle de conectividade, eliminaria a necessidade do
controle de baixo nível, que trata a velocidade processada antes
de aplicá-la aos robôs.
• Permitir aos robôs efetuarem seguimento de trajetória: manter
os aspectos apresentados relativos ao controle de topologia en-
quanto o grupo de robôs percorre uma determinada trajetória é
uma possibilidade interessante, que adicionaria mais flexibilidade
à abordagem apresentada, para atuar nos mais diversos tipos de
redes;
• Integrar o controle de topologia para a minimização da comuni-
cação e o para a manutenção da conectividade: de forma que os
robôs, em conjunto, possam decidir qual a melhor opção para
o estado da rede dado as suas posições atuais e a presença de
obstáculos no ambiente em que se encontram, bem como a tarefa
alvo a ser realizada;
• Verificar as condições de estabilidade do controle de conectivi-
dade proposto: com as alterações dos termos originais da função
objetivo apresentada por Ordoñez et al., as condições de estabili-
dade desse algoritmo podem ter sido alteradas, e uma verificação
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Apêndice A
Simulador para o Controle de Topologia
Nesta seção o simulador desenvolvido para os testes com os al-
goritmos de controle de topologia é detalhado quanto ao seu funciona-
mento e estrutura básica. O simulador foi desenvolvido em C++ e
compilado com o GNU Compiler Collection (GCC)1 que é um compi-
lador bastante popular disponível para as principais plataformas com-
putacionais. Todos os códigos fontes utilizados para a construção do
simulador aqui apresentado possuem licença aberta e estão disponíveis
em <https://github.com/SIDNEYRDC/topology_control>.
A figura A.1 indica como o simulador se comporta durante a exe-
cução de um dos algoritmos de controle de topologia. Durante a exe-
cução do simulador, verifica-se a utilização do ambiente provido pelo
ROS para controlar robôs externos e caso esta opção seja confirmada,
o simulador deve criar um nó de comunicação utilizando a biblioteca
ros_interface, alocar e subscrever os tópicos pertinentes à esses robôs,
coletar a posição e enviar a velocidade para cada um deles. Neste caso,
nota-se que os robôs externos são apenas um reflexo dos robôs virtu-
ais criados no simulador, que efetivamente interagem entre si durante
a troca de mensagens simulada, resultando em um algoritmo centrali-
zado, entretanto, que simula um comportamento descentralizado.
A ação de manipulação da matriz de adjacência e o controle de
conectividade são definidos conforme o tipo de controle de topologia re-
alizado. Se o controle de topologia é para a minimização no número de
links e redução do consumo de energia (TC = 1), executa-se o algoritmo
de minimização de links descrito na equação (3.3a), assim como o con-
trole de conectividade representado pela equação (3.4). Se o controle
de topologia deve manter a conectividade da rede, executa-se um dos
dois métodos utilizados para a correção de nós críticos (TC = 2 para
1<https://gcc.gnu.org/>
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TSP ou TC = 3 para VLINK) e o controle de conectividade descrito
na equação (3.10).
A seguir, é apresentado um exemplo do arquivo de configuração
utilizado como entrada para o simulador durante os experimentos rea-
lizados com robôs comerciais na seção 4.4.2. Linhas que iniciam com #
são comentários.
1 # Topology configuration file
2
3 [simulation -configuration]
4 # Number of iterations
5 n_iter: 500
6
7 # Data capture frequency
8 dc: 1
9
10 # Simulation step
11 dt: 0.1
12
13 # Prediction horizon
14 ph: 5
15
16 # Velocity variation gain
17 gamma: 0.5
18










29 # Information scope
30 # 0= local 1= global
31 info_scope: 0
32
33 # Topology control type
34 # 0=off 1=mst 2=tsp 3=vlink
35 opt_type: 2
36
37 # Enable communication radius constraint
38 # 0=off 1=on
39 com_c: 0
40
41 # Enable security radius constraint




45 # Enable ROS interface




50 # bot: x y
51 0: 0 0
52 1: 0 6
53 2: 5 -0.3
54 3: 2.5 -0.9
55 4: 10.0 -5.2
56 5: 11.0 5.0
57 6: 11.0 12.0
58 7: 11.0 16.0
59 8: 15.0 5.0
60 9: 24.0 5.0
61
62 [robot -ranges]
63 # bot: R r
64 0: 10.0 4.50
65 1: 10.0 4.50
66 2: 10.0 4.50
67 3: 10.0 4.50
68 4: 10.0 4.50
69 5: 10.0 4.50
70 6: 10.0 4.50
71 7: 10.0 4.50
72 8: 10.0 4.50
73 9: 10.0 4.50
74
75 [external -robots]
76 # bot: type ’name ’
77 # 1=real 2=stage 3= turtle
78 0: 2 ’robot_0 ’
79 1: 1 ’p3dx ’
80 2: 2 ’robot_2 ’
81 3: 1 ’p3at ’
82 4: 2 ’robot_4 ’
83 5: 2 ’robot_5 ’
84 6: 2 ’robot_6 ’
85 7: 2 ’robot_7 ’
86 8: 2 ’robot_8 ’
87 9: 2 ’robot_9 ’
88
89 [timeout]




Figura A.1: Fluxo de execução do simulador.
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Apêndice B
Controle de Movimento de “Baixo Nível”
O controle de conectividade proposto anteriormente, considera
somente robôs com comportamento não holonômico, ou seja, que po-
dem se mover livremente em qualquer direção. No entanto, para execu-
tar testes em robôs reais é preciso considerar as restrições holonômicas
que tais robôs, por ventura, apresentem.
Nesta seção é apresentado um controle de movimento que con-
sidera as restrições holonômicas dos robôs comerciais utilizados nos
experimentos. Tais robôs são do tipo diferencial, o que indica que eles
possuem restrições de movimento que limitam sua ação aos eixos x e
z, somente. Desta forma, o controle de baixo nível deve traduzir os
sinais de velocidade omnidirecionais, provenientes do controle de co-
nectividade, em velocidade linear no eixo x e velocidade angular no
eixo z (yaw), para que os robôs possam efetuar o comportamento de-
sejado pelo controle de topologia, ao mesmo tempo que respeitam suas
restrições holonômicas.
O controlador de baixo nível proposto é um algoritmo que ajusta
o ângulo do robô para o ângulo desejado e aplica uma velocidade no eixo
x proporcional ao erro em relação à referência. Na prática, esse controle
provê um comportamento onde o robô para, ajusta a sua direção em
relação à referência e então se move para frente.
A ação de controle linear e angular é definida conforme as se-
guintes equações:
θ˙ = Kθvθmax
x˙ = Kxvxmax(1− |Kθ|)
onde vθmax e vxmax são os limites superiores de velocidade angular para
o eixo z e linear para o eixo x, respectivamente; e Kθ e Kx são variáveis





∆θ/δθmax if δθmin ≤ |∆θ| ≤ δθmax
1 if |∆θ| > δθmax and ∆θ > 0
−1 if |∆θ| > δθmax and ∆θ < 0




∆x2 + ∆y2/δxmax if δxmin ≤ ∆x ≤ δxmax
0 if ∆x < δxmin
1 if ∆x > δxmax
com ∆θ = θ1−θ0, ∆x = |x1−x0| e ∆y = |y1−y0| sendo o erro angular
e linear em relação à referência e δmin e δmax o valor mínimo e máximo
para esses erros, respectivamente.
A figura B.1 mostra como os valores para o erro angular e linear
são obtidos em função da disposição do robô em relação ao referencial
inercial: d é o ponto desejado, θ0 é o ângulo do robô em relação ao eixo


















Interface de Comunicação com o ROS
A interface de comunicação com o ROS fornece uma série de
funções que podem ser utilizadas para acessar o ambiente de comuni-
cação provido por ele, permitindo que cada robô simulado possa publi-
car e receber informações de diversos tópicos diferentes de uma forma
simplificada.
A maior vantagem de se utilizar uma interface de integração,
nesse caso, é que não existe a necessidade da implementação explícita de
funções do ROS dentro do simulador, ao mesmo tempo que a estrutura
desse ambiente é encapsulada. O código fonte da implementação da
biblioteca de integração é de licença aberta e está disponível online via
github1 e as seguintes funções são implementadas pela biblioteca:
• add_node(id, type, target, init_pose): permite a inclusão
de um novo robô na interface, type define o tipo de robô, para
robôs que utilizam a biblioteca ROSARIA o tipo é 1, target é
o nome do nó a que se deseja enviar e receber informação;
• node_send(id, msg): permite o envio da velocidade para um
nó existente na interface e cujo identificador único é id;
• node_receive(id): retorna a posição de um robô da interface
com o identificador único igual a id;
• clock(time): define o passo da simulação.
A figura C.1 mostra o nó representando a interface de comuni-
cação e os tópicos apresentados pelos dois robôs utilizados nos experi-
mentos realizados na seção 4.4. O tópico pose fornece a informação da
odometria do nó associado, enquanto que o tópico cmd_vel é utilizado
para enviar o comando de velocidade para o robô a ele associado. Para
mais detalhes a cerca da estrutura de comunicação provida pelo ROS,
consultar [47] e [48].
1<https://github.com/SIDNEYRDC/ros_interface.git>
116
Figura C.1: Grafo de comunicação entre a ros_interface e os robôs.
A seguir o código fonte principal da biblioteca escrito em C++
é apresentado:
1 /∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗∗
2 ∗ ROS Communication Interface declaration
3 ∗ Written by Sidney RDC, 2015.









13 // Type of robots supported in the ROS
14 #define T_REAL 1
15 #define T_STAGE 2
16 #define T_TURTLE 3
17
18 // Position data type
19 struct position {
20 double x; // position in x
21 double y; // position in y
22 double z; // position in z
23 double roll; // lateral axis (X)
24 double pitch; // longitudinal axis (Y)
25 double yaw; // vertical axis (Z)
26 };
27
28 // Velocity data type
29 struct velocity {
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30 double x; // velocity in x
31 double y; // velocity in y
32 double z; // velocity in z
33 double roll; // lateral axis angular velocity
34 double pitch; // longitudinal axis angular velocity
35 double yaw; // vertical axis angular velocity
36 };
37
38 // Node class to ROS interface
39 class ros_interface {
40 public:
41 // Default initializer
42 ros_interface();
43
44 // Initialize the ROS communication interface





50 // Add nodes to the interface
51 void add_node(int id, int type, std::string target, position
init_pose);
52
53 // A specific node send a message
54 void node_send(const int id, velocity msg);
55
56 // A specific node receive a message
57 position node_receive(const int id);
58
59 // Data capture frequency
60 void clock(const float dt);
61
62 // Return true if ros_interface is running
63 bool ros_ok();
64 private:
65 // Nodes pointer array
66 std::vector<void∗> nodes_ptr;
67
68 // Verify if the node id exist in nodes array and return its
index







Gerador de Grafos Aleatórios
Nesta seção é apresentado o código fonte para o gerador de grafos
aleatórios conexos que foram submetidos aos testes com os algoritmos
de controle de topologia. Este programa consiste em um script em
Python que utiliza funções da biblioteca NetworkX1 para gerar grafos
conectados em função da distância entre seus nodos, os chamados grafos
geométricos.
Para executar o gerador de grafos pela linha de comando utiliza-
se os seguintes parâmetros:
$ python rand_graph.py [-h] -n N -r R [-s S] [-e E] [-f F]
onde N é o número de nós que o grafo irá ter, R é o raio de comunicação,
S é a área onde os nodos serão gerados, E é o número de vértices que o
grafo apresentará e F é um multiplicador de coordenadas para ampliar
a escala do grafo gerado. Como resultado da execução deste script, é
gerado o arquivo de configuração para o simulador no formato apresen-
tado no apêndice A e um arquivo .pdf contendo o grafo resultante.
O código fonte do script para geração dos grafos é apresentado
a seguir:
1 ###############################################################
2 # Random Geometric Graph Generator
3 # Written by SIDNEY RDC using NetworkX library.




8 import numpy as np
9 from scipy import spatial
10 import networkx as nx
11 import matplotlib.pyplot as plt




14 # generate a random geometric graph in a determined area
15 def random_geometric_graph(n, radius, size=1, ne=None, dim=2,
pos=None):
16 G=nx.Graph()
17 G.name="Random Geometric Graph"
18 G.add_nodes_from(range(n))
19 if pos is None:
20 # random positions
21 for n in G:




25 # connect nodes within "radius" of each other
26 # n^2 algorithm, could use a k−d tree implementation
27 nodes = G.nodes(data=True)
28 e=0
29 while nodes:
30 u,du = nodes.pop()
31 pu = du[’pos’]
32 for v,dv in nodes:
33 pv = dv[’pos’]
34 d = sum(((a−b)∗∗2 for a,b in zip(pu,pv)))
35 if d <= radius∗∗2:
36 G.add_edge(u,v)
37 e = e + 1
38
39 if e == ne:
40 break
41




46 if __name__ == "__main__":
47 parser = argparse.ArgumentParser(description=’rand_graph.py
- Random Geometric Graph Generator’)
48 parser.add_argument(’-n’, ’--nodes’, dest=’nodes’, type=int,
required=True, help=’Number of nodes on the graph’)
49 parser.add_argument(’-r’, ’--radius’, dest=’radius’, type=
float, required=True, help=’Radius of communication’)
50 parser.add_argument(’-s’, ’--size’, dest=’size’, type=float,
required=False, help=’Size area of random generate’)
51 parser.add_argument(’-e’, ’--edges’, dest=’edges’, type=int,
required=False, help=’Number of edges on the graph’)
52 parser.add_argument(’-f’, ’--factor’, dest=’scale’, type=int
, required=False, help=’Scale factor of size’)
53 args = parser.parse_args()
54
55 # Verify the scale factor
56 if args.scale > 1:
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57 scale = args.scale
58 else:
59 scale = 1
60
61 # Verify the size
62 if args.size > 1:
63 size = args.size
64 else:
65 size = 1
66
67 # Verify the number of edges constraint
68 if ((args.edges < args.nodes − 1) or (args.edges > (args.
nodes ∗ (args.nodes − 1) / 2))) and args.edges != None:
69 print ’ERROR: The e must be: n-1 <= e <= n*(n-1)/2’
70 exit(1)
71
72 # Generate a connected graph
73 print ’Generating a connected graph...’
74 while True:
75 G = random_geometric_graph(args.nodes,args.radius,size,
args.edges)
76 pos = nx.get_node_attributes(G,’pos’)
77 if nx.is_connected(G) == True:
78 print ’is connected: %s’ % (nx.is_connected(G))
79 break
80
81 # Configuration output file
82 f = open(’topology.conf’,’w’)
83
84 # Initial headers
85 f.write(’# Topology configuration file\n’)
86
87 f.write(’\n[simulation-configuration]\n’)
88 f.write(’# Number of iterations\n’)
89 f.write(’n_iter: 100\n’)
90
91 f.write(’\n# Data capture frequency\n’)
92 f.write(’dc: 1\n’)
93
94 f.write(’\n# Information scope’)
95 f.write(’\n# 0=local 1=global\n’)
96 f.write(’info_scope: 0\n’)
97
98 f.write(’\n# Topology control type’)
99 f.write(’\n# 0=off 1=mst 2=tsp 3=vlink\n’)
100 f.write(’opt_type: 0\n’)
101
102 f.write(’\n# Enable reference pass’)
103 f.write(’\n# 0=off 1=on\n’)
104 f.write(’ref_pass: 0\n’)
105
106 f.write(’\n# Enable communication radius constraint’)
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107 f.write(’\n# 0=off 1=on\n’)
108 f.write(’com_c: 0\n’)
109
110 f.write(’\n# Enable security radius constraint’)
111 f.write(’\n# 0=off 1=on\n’)
112 f.write(’sec_c: 0\n’)
113
114 f.write(’\n# Enable ROS interface’)
115 f.write(’\n# 0=off 1=on\n’)
116 f.write(’ros: 0\n’)
117
118 # Headers for position
119 f.write(’\n[robot-positions]\n’)
120 f.write(’# bot: x y\n’)
121
122 # Write positions on archive file
123 for n in pos:
124 f.write(’%d: %f %f\n’ % (n,pos[n][0]∗scale,pos[n][1]∗
scale))
125
126 # Headers for velocity
127 f.write(’\n[robot-velocities]\n’)
128 f.write(’# bot: vx vy\n’)
129
130 # Headers for radius
131 f.write(’\n[robot-ranges]\n’)
132 f.write(’# bot: R r\n’)
133
134 # Write radius on archive file
135 for n in xrange(0, args.nodes):
136 f.write(’%d: %.1f 0.0\n’ % (n,args.radius∗scale))
137
138 # Headers to external robots
139 f.write(’\n[external-robots]\n’)
140 f.write(’# bot: type \’name\’\n’)
141 f.write(’# 1=real 2=stage 3=turtle\n’)
142
143 # Headers to reference
144 f.write(’\n[reference]\n’)
145 f.write(’# bot: x y\n’)
146
147 # Headers to timeout configuration
148 f.write(’\n[timeout]\n’)
149 f.write(’# bot: timeout (iter)\n’)
150
151 # Close file
152 f.close()
153
154 # Draw graph
155 nx.draw(G,pos)
156





160 # Draw nodes
161 nx.draw_networkx_nodes(G,pos,node_color=’#E0E0E0’)
162
163 # Show and save figure
164 plt.savefig("graph.pdf")
165 plt.show()
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