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Η προστασία των προσωπικών δεδοµένων των παιδιών σε ψηφιακό 
περιβάλλον µε βάση τον Κανονισµό 2016/679 
Σουζάνα Παπακωνσταντίνου 




Στην εποχή της ραγδαίας ανάπτυξης και εξέλιξης της τεχνολογίας που διανύουµε, καθηµερινά 
γίνεται λόγος για την προστασία των δεδοµένων των χρηστών ηλεκτρονικών µέσων. Ωστόσο, 
ανάµεσα σε αυτούς τους χρήστες ευρίσκεται και η ευαίσθητη κατηγορία των παιδιών, τα οποία 
πολλές φορές κινδυνεύουν από την έκθεσή τους στα µέσα αυτά, είτε λόγω της ανεξέλεγκτης και 
απεριόριστης πρόσβασής τους, είτε λόγω της σχετιζόµενης µε την ηλικία τους ανωριµότητας στο 
να κατανοούν και να αντιλαµβάνονται τα δικαιώµατά τους και τους πιθανούς κινδύνους που 
ελλοχεύουν. 
 Ο Κανονισµός 2016/679 επιχειρεί να ενισχύσει την προστασία των προσωπικών δεδοµένων 
των παιδιών σε σχέση µε την προκάτοχό του θεσµικά, Οδηγία 95/46/ΕΚ, όµως καταλείπει κάποια 
ερµηνευτικά κενά, ώστε η προστασία αυτή να µπορεί να είναι και ρεαλιστικά αποτελεσµατική. 
Επιπλέον, η ιδιαίτερη προστασία των προσωπικών δεδοµένων των παιδιών µέσα στον Κανονισµό, 
πέραν από τη γενική προστασία των προσωπικών δεδοµένων των ενηλίκων, αν και αντανακλά τη 
βούληση του ενωσιακού νοµοθέτη να προστατεύσει ενδελεχώς την παιδική ηλικία, εγείρει 
εντούτοις κάποιους προβληµατισµούς σχετικά µε την ευστοχία της, την εφαρµοστικότητά και την 
πρακτικότητά της. Και αυτό, διότι αφενός χωρίς ενισχυµένες δικλείδες προστασίας και ασφάλειας, 
είτε για την επιβεβαίωση της ηλικίας τους στο ψηφιακό περιβάλλον, είτε για την παροχή γονικής 
συγκατάθεσης, είτε για την επιβεβαίωση της νοµιµότητας της επεξεργασία των δεδοµένων αυτών 
από τους υπεύθυνους επεξεργασίας, είναι εύκολο τα παιδιά εν τέλει να µην προστατευτούν. 
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Αφετέρου, δεν πρέπει να παραγνωρίζεται το γεγονός ότι εκτός από την ευάλωτη οµάδα των 
παιδιών, εκτεθειµένοι στους ψηφιακούς κινδύνους για τα προσωπικά τους δεδοµένα είναι και 
µεγάλη µερίδα των «διαδικτυακώς αναλφάβητων1» ενηλίκων, ενώ προκύπτουν εύλογες 
αµφιβολίες σχετικά µε το ζήτηµα της συγκατάθεσης των γονέων ως νοµιµοποιητικής βάσης για 
την επεξεργασία των δεδοµένων των παιδιών τους, καθώς κάποιοι από αυτούς δεν είναι σε θέση 
να κατανοήσουν επαρκώς τις συνέπειες της ψηφιακής διακινδυνεύσεως των τέκνων τους. 
 Τέλος, αµφισβητείται το κατά πόσο το προστατευτικό άρθρο 8 του Κανονισµού ερµηνεύεται 
σύµφωνα µε το άρθρο 24 του Χάρτη Θεµελιωδών Δικαιωµάτων της ΕΕ και προς το απόλυτο 
συµφέρον των παιδιών, λαµβάνοντας υπόψη την ψηφιακή εξοικείωση πολλών παιδιών από πολύ 
µικρή ηλικία, τις πνευµατικές τους δυνατότητες που θα πρέπει ενδεχοµένως να κρίνονται ad hoc, 
καθώς και την ικανότητα κάποιων από αυτά να αντιλαµβάνονται πολλές φορές περισσότερο από 
τους ενήλικους το ψηφιακό περιβάλλον και συνεπώς και τους κινδύνους του. Στην παρούσα 
µελέτη θα επιχειρηθεί η ανάλυση όλων των ανωτέρω και η διατύπωση κάποιων προτάσεων για το 
µέλλον. 
II. Η προστασία των προσωπικών δεδομένων υγείας όπως αποκρυσταλλώνεται 
στον Κανονισμό 2016/679 
1. Η ειδική πρόβλεψη προστασίας των παιδιών στο ψηφιακό περιβάλλον στον Κανονισμό 
 
O Κανονισµός 2016/679 είναι το πρώτο νοµικό κείµενο στο οποίο γίνεται ειδική µνεία στην 
προστασία των προσωπικών δεδοµένων των ανηλίκων. Συγκεκριµένα, στην Αιτιολογική Σκέψη 
38, ορίζεται ότι απαιτείται ειδική προστασία όσον αφορά στα δεδοµένα προσωπικού χαρακτήρα 
                                                             
1 Βλ. σχετ.: Παναγοπούλου – Κουτνατζή Φ., «Ο Γενικός Κανονισμός για την Προστασία Δεδομένων 679/2016/ΕΕ. 
Εισαγωγή και Προστασία Δικαιωμάτων», Εκδ. Σάκκουλα, 2017, σελ. 53. 
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που αφορούν τα παιδιά, «καθώς τα παιδιά µπορεί να έχουν µικρότερη επίγνωση των σχετικών 
κινδύνων, συνεπειών και εγγυήσεων και των δικαιωµάτων τους σε σχέση µε την επεξεργασία 
δεδοµένων προσωπικού χαρακτήρα. Αυτή η ειδική προστασία θα πρέπει να ισχύει ιδίως στη χρήση 
των δεδοµένων προσωπικού χαρακτήρα µε σκοπό την εµπορία ή τη δηµιουργία προφίλ 
προσωπικότητας ή προφίλ χρήστη και τη συλλογή δεδοµένων προσωπικού χαρακτήρα όσον αφορά 
παιδιά κατά τη χρήση υπηρεσιών που προσφέρονται άµεσα σε ένα παιδί. Η συγκατάθεση του γονέα 
ή κηδεµόνα δεν θα πρέπει να είναι απαραίτητη σε συνάρτηση µε υπηρεσίες πρόληψης ή παροχής 
συµβουλών που προσφέρονται άµεσα σε ένα παιδί». Εντούτοις, ο Κανονισµός πέραν της 
Αιτιολογικής Σκέψης 38, δεν κατοχυρώνει ρητά σε κάποιο από τα άρθρα του την ειδική προστασία 
σχετικά µε τα δεδοµένα προσωπικού χαρακτήρα των παιδιών. Η µόνη σχετική διάταξη εντός του 
Κανονισµού, είναι το άρθρο 8 παρ. 1, στο οποίο ορίζονται οι προϋποθέσεις που ισχύουν για τη 
συγκατάθεση παιδιού σε σχέση µε τις υπηρεσίες της κοινωνίας των πληροφοριών. 
Το άρθρο αυτό συγκεκριµένα, προβλέπει ότι όταν η εφαρµογή της νοµιµοποιητικής βάσης  
του άρθρου 6 παρ. 1 εδ. α΄ του Κανονισµού σχετικά µε την προηγούµενη συγκατάθεση του 
υποκειµένου των δεδοµένων πριν την επεξεργασία τους, γίνεται «απευθείας σε παιδί», τότε η 
επεξεργασία αυτή είναι σύννοµη, µόνον εάν το παιδί είναι τουλάχιστον 16 ετών, ενώ εάν το παιδί 
είναι µικρότερο, µόνον εάν συναινέσει το πρόσωπο που έχει τη γονική µέριµνα. Επιπλέον, µέσω 
του άρθρου αυτού παρατηρούµε ότι παρέχεται νοµοθετική εξουσιοδότηση στα κράτη-µέλη ώστε 
να καθορίζουν, διά εθνικού νόµου την minimum ηλικία συγκατάθεσης («ψηφιακή ηλικία 
συγκατάθεσης2») για τους εν λόγω σκοπούς, αρκεί αυτή η ηλικία να µην είναι κάτω από τα 13 έτη. 
Στην Ελλάδα εν προκειµένω, µε τον Ν. 4624/2019 ορίζεται ως minimum ηλικία συγκατάθεσης 
ανηλίκου το 15ο έτος, σύµφωνα µε το αρθρ. 21 παρ. 2, ενώ εάν ο ανήλικος είναι κάτω των 15 
ετών, η επεξεργασία των δεδοµένων του είναι σύννοµη µόνον κατόπιν παροχής συγκατάθεσης 
                                                             
2 Βλ. Livingstone S., “Children: A special case for privacy?”, (2018), Intermedia, 46 (2). p. 18-23, ΙSSN 0309- 118. 
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του νόµιµου αντιπροσώπου του. Ο Έλληνας νοµοθέτης φαίνεται ότι επέλεξε εύλογα αυτήν την 
ηλικία, ώστε η ρύθµιση αυτή να συµβαδίζει µε αντίστοιχες ρυθµίσεις της ελληνικής νοµοθεσίας 
για ανήλικους, όπως για παράδειγµα µε το άρθρο 136 ΑΚ, σύµφωνα µε το οποίο αναγνωρίζεται 
περιορισµένη δικαιοπρακτική ικανότητα στους ανήλικους άνω των 15 ετών3. Ωστόσο στον Ν. 
4624/2019, δεν προβλέπεται εάν θα πρέπει να επαληθεύεται η παροχή συγκατάθεσης από τους 
ασκούντες τη γονική µέριµνα στις περιπτώσεις που οι ανήλικοι είναι κάτω των 15 ετών4.  
Επίσης, αξιοσηµείωτο είναι ότι στον Κανονισµό δεν υπάρχει κάποιος ορισµός για την έννοια 
του «παιδιού», ενώ προβλεπόταν στην πρόταση του Κανονισµού. Ορισµό της έννοιας του 
«παιδιού» περιέχει η Σύµβαση του ΟΗΕ για τα δικαιώµατα του παιδιού· το άρθρο 1 της Σύµβασης 
που κυρώθηκε στη χώρα µας µε τον Ν. 2101/1992, ορίζει ότι «για τους σκοπούς της παρούσας 
Σύµβασης, θεωρείται παιδί κάθε ανθρώπινο ον µικρότερο των δεκαοκτώ ετών, εκτός εάν η 
ενηλικίωση επέρχεται νωρίτερα, σύµφωνα µε την ισχύουσα για το παιδί νοµοθεσία»5. Επιπλέον, 
σχετικά µε την έννοια «απευθείας σε παιδί», η ερµηνεία που δίνεται είναι ότι θα πρέπει ο δυνητικός 
πάροχος υπηρεσιών της κοινωνίας της πληροφορίας, να καθιστά σαφές στους χρήστες των 
υπηρεσιών αυτών, ότι οι υπηρεσίες που παρέχει απευθύνονται σε άτοµα κάτω των 18 ετών6, κατά 
το στάδιο της την πρόσβασής τους σε αυτές.   
Ωστόσο, προκύπτουν κάποιες εύλογες απορίες σχετικά µε πρακτικά ζητήµατα που 
προκύπτουν σχετικά µε την επεξεργασία των προσωπικών δεδοµένων των παιδιών, όπως για 
παράδειγµα τον τρόπο της εξακρίβωσης της ηλικίας τους, την ουσιαστική λήψη συγκατάθεσης 
                                                             
3 Βλ. Ιγγλεζάκη Ι., «Ο Γενικός Κανονισμός Προστασίας Προσωπικών Δεδομένων», Γ’ Έκδοση, 2020, Εκδ. Interactive 
Books, σελ. 89 και Αιτιολ. Έκθ. Ν. 4624/2019, σελ. 12. 
4 Βλ. Ιγγλεζάκη Ι., όπ. ανωτ. (υποσ. 3), σελ. 89. 
5 Βλ. Αλεξανδροπούλου – Αιγυπτιάδου Ε., «Η προστασία των προσωπικών δεδομένων ανηλίκων στον Γενικό 
Κανονισμό Προστασίας Δεδομένων 2016/679», ΔiΜΕΕ, 2018, σελ. 5 επ., (11). 
6 Βλ. Ομάδα Εργασίας του Άρθρου 29, Κατευθυντήριες Γραμμές σχετικά με τη συγκατάθεση βάσει του 
Κανονισμού 2016/679, 10.4.2017, WP259, αναθ. 10.4.2018, σελ. 31. 
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από τους γονείς, αλλά και την εξασφάλιση διαφάνειας και συµµόρφωσης µε τον Κανονισµό7. Στην 
παρ. 2 του αρθρ. 8 του Κανονισµού, ορίζεται ότι ο υπεύθυνος επεξεργασίας «καταβάλλει εύλογες 
προσπάθειες για να επαληθεύσει στις περιπτώσεις αυτές ότι η συγκατάθεση παρέχεται ή εγκρίνεται 
από το πρόσωπο που έχει τη γονική µέριµνα του παιδιού, λαµβάνοντας υπόψη την τεχνολογία». 
Μέσα από αυτό το άρθρο λοιπόν, προβλέπεται η ευθύνη των υπεύθυνων επεξεργασίας, οι οποίοι 
οφείλουν να εφαρµόζουν τα κατάλληλα µέτρα προκειµένου να εξασφαλίζεται η ουσιαστική 
συγκατάθεση.  
Επίσης, η φράση «απευθείας σε παιδί» του άρθρου 6 παρ. 1 του Κανονισµού, δηµιουργεί 
κάποιους προβληµατισµούς σχετικά µε το πλαίσιο οριοθέτησής της, την ερµηνεία8 της, αλλά και 
για τη διακριτική ευχέρεια που παρέχεται στα κράτη-µέλη να καθορίζουν το καθένα µέσω της 
εθνικής νοµοθεσίας τους την minimum παιδική ηλικία κατά την οποία επιτρέπεται η επεξεργασία 
δεδοµένων.  
Η διακριτική ευχέρεια που παρέχεται, καταρχάς αποτυπώνει την εύλογη διαφορετικότητα των 
κρατών-µελών της ΕΕ, τόσο πολιτισµικά όσο και πολιτικά, ως προς τη διαµόρφωση και 
αξιολόγηση των δικαιωµάτων των παιδιών στο ψηφιακό περιβάλλον9. Εντούτοις, είναι πρόδηλο 
ότι η παροχή τέτοιας διακριτικής ευχέρειας στα κράτη-µέλη, δεν εξυπηρετεί τον ευρύτερο σκοπό 
του Κανονισµού για περισσότερη και οµοιόµορφη συµµόρφωση µέσω της τεχνικής της 
εναρµόνισης εντός των κρατών-µελών. Η πρακτική αυτή καταλείπει πρακτικά προβλήµατα, τόσο 
ανάµεσα στα παιδιά των κρατών-µελών της ΕΕ, που δεν έχουν «οµοιόµορφη» και ίση 
αντιµετώπιση στο δικαίωµα πρόσβασης στο ψηφιακό περιβάλλον, πράγµα το οποίο δε συνάδει 
                                                             
7 Βλ. Livingstone S., “Children’s rights and the GDPR – are the new consultations creating light or further 
confusion?”, Media Policy Project Blog, The London School of Economics and Political Sciences, May 11, 2017, 
https://blogs.lse.ac.uk/mediapolicyproject/2017/05/11/childrens-rights-and-the-gdpr-are-the-new-
consultationscreating-light-or-further-confusion/. 
8 Βλ. Livingstone S., όπ. ανωτ. (υποσ. 2), σελ. 20. 
9 Βλ. Livingstone S. et. al., “Children, Risk and Safety Online: Research and Policy challenges in comparative 
perspective”, Policy Press, (Eds), 2012. 
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φυσικά και µε τον απώτερο σκοπό της ΕΕ περί νοµοθετικής εναρµόνισης µέσα στα κράτη-µέλη 
της, όσο και στις επιχειρήσεις που έχουν να αντιµετωπίσουν αυτήν την ανοµοιοµορφία στις 
πολιτικές προστασίας τους, παράλληλα µε τα σταθερώς δισεπίλυτα ζητήµατα των διασυνοριακών 
διαβιβάσεων προσωπικών δεδοµένων προς τρίτες χώρες10. 
2. Η συγκατάθεση στην επεξεργασία των προσωπικών δεδομένων των παιδιών. Τα δικαιώματα 
στην ενημέρωση και στη λήθη 
 
Σχετικά µε την έννοια της συγκατάθεσης µέσω ηλεκτρονικών µέσων, επικρατεί µια σύγχυση 
αναφορικά µε τον τρόπο µε τον οποίο αυτή θα είναι απόλυτα σύννοµη: Θα αρκεί η επιλογή του 
κουµπιού «Συµφωνώ» (‘’I agree Button11’’) µε τις Πολιτικές Προστασίας Ιδιωτικότητας (Privacy 
Policies) ή θα πρέπει η ευθύνη να µετακυλίεται στους υπεύθυνους επεξεργασίας, οι οποίοι θα 
κρίνουν εάν η εν λόγω συγκατάθεση θα µπορεί να αποτελεί τη νόµιµη βάση της επεξεργασίας 
προσωπικών δεδοµένων του ανηλίκου ή όχι;  
Στο άρθρο 12 του Κανονισµού, στο οποίο αποκρυσταλλώνεται η αρχή της διαφανούς 
ενηµέρωσης, ορίζεται ότι ο υπεύθυνος επεξεργασίας «λαµβάνει τα κατάλληλα µέτρα για να παρέχει 
στο υποκείµενο των δεδοµένων κάθε πληροφορία (…) σχετικά µε την επεξεργασία των δεδοµένων 
του, σε συνοπτική, διαφανή, κατανοητή και εύκολα προσβάσιµη µορφή, χρησιµοποιώντας σαφή και 
απλή διατύπωση, ιδίως όταν πρόκειται για πληροφορία απευθυνόµενη σε παιδιά». 
Σύµφωνα µε την Αιτιολογική Σκέψη 58 του Κανονισµού, «δεδοµένου ότι τα παιδιά χρήζουν 
ειδικής προστασίας, κάθε ενηµέρωση και ανακοίνωση, εάν η επεξεργασία απευθύνεται σε παιδί, θα 
πρέπει να διατυπώνεται σε σαφή και απλή γλώσσα την οποία το παιδί να µπορεί να κατανοεί 
εύκολα». Μέσα από το αρθρ. 12, αλλά και την Αιτιολογική Σκέψη παρατηρούµε ότι πέρα από το 
                                                             
10 Βλ. Livingstone S., όπ. ανωτ. (υποσ. 2), σελ. 21. 
11 Βλ. Mulder T., “Health Apps, Their Privacy Policies and the GDPR”, In: European Journal of Law and Technology, 
Vol. 10, No 1 (1.6.2019). 
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δικαίωµα της διαφανούς ενηµέρωσης των παιδιών, αναγνωρίζεται και το «ενισχυµένο12» δικαίωµα 
στη διαγραφή – λήθη στα παιδιά. Αυτό καταδεικνύει τη βούληση του ενωσιακού νοµοθέτη για 
ειδικότερη προστασία των προσωπικών δεδοµένων των παιδιών σε σχέση µε τη γενική προστασία 
των προσωπικών δεδοµένων που προβλέπει ο Κανονισµός. Κάτι τέτοιο άλλωστε δεν είναι 
πρωτοφανές, καθώς στο παρελθόν έχουν υιοθετηθεί διεθνώς αντίστοιχα νοµοθετήµατα που 
προβλέπουν την ιδιαίτερη προστασία των προσωπικών δεδοµένων των παιδιών σε ψηφιακό 
περιβάλλον, όπως π.χ. ο Νόµος για το Δικαίωµα των Παιδιών στη Λήθη (‘’Right to be Forgotten 
for Minors’’) που είχε υιοθετήσει η πολιτεία της California το 201313. Θα πρέπει ωστόσο να 
αναφερθεί ότι στο άρθρο 17 του Κανονισµού, στο οποίο θεµελιώνεται γενικά το δικαίωµα στη 
λήθη, δεν γίνεται ειδική µνεία για τα παιδιά. 
Σίγουρα, είναι αδιαµφισβήτητη η σηµασία της νοµοθετικής πρόβλεψης της προστασίας των 
προσωπικών δεδοµένων των παιδιών στο ψηφιακό περιβάλλον, µιας ιδιαίτερα ευαίσθητης 
κατηγορίας χρηστών της τεχνολογίας. Οι ηλικιακές προδιαγραφές, αλλά και η προϋπόθεσή της 
γονικής φροντίδας µε την παροχή συγκατάθεσης, αποτυπώνουν αυτή τη βούληση του νοµοθέτη 
και αποτελούν λογικά µέτρα. Ωστόσο, δεν µπορούµε να αγνοήσουµε την επισφάλεια αυτών των 
µέτρων· κρίνεται λοιπόν απαραίτητο να εισαχθούν επιπλέον δικλείδες ασφαλείας, ώστε να µπορεί 
να εξακριβώνεται η πραγµατική ηλικία των παιδιών, κατά το στάδιο της συγκατάθεσής τους, αλλά 
και η ουσιαστική και κατόπιν επαρκούς ενηµέρωσης σχετικά µε τους κινδύνους για τα δεδοµένα 
των παιδιών, συγκατάθεση των γονέων, προκειµένου να διασφαλίζεται η νοµιµότητα κατά το 
στάδιο του ελέγχου από τους υπεύθυνους επεξεργασίας. 
 
                                                             
12 Παναγοπούλου – Κουτνατζή Φ., όπ. ανωτ. (υποσ. 1), σελ. 52. 
13 Βλ. SB 568, Ca. 2013 – 2014, “Privacy Rights for California Minors in the Digital World”, 
https://leginfo.legislature.ca.gov/faces/billNavClient.xhtml?bill_id=201320140SB568. 
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3. Το ζήτημα της εξακρίβωσης της ηλικίας των παιδιών και της ουσιαστικής συγκατάθεσης των 
γονέων 
Όπως αναλύθηκε και ανωτέρω στο άρθρο 8 του Κανονισµού, πέραν της πρόβλεψης της 
minimum ηλικίας συγκατάθεσης των παιδιών στην επεξεργασία των προσωπικών τους 
δεδοµένων, προβλέπεται και η συγκατάθεση των κηδεµόνων των παιδιών ως προϋπόθεση 
σύννοµης επεξεργασίας των προσωπικών δεδοµένων τους, όταν η ηλικία των παιδιών είναι κάτω 
από το minimum επιτρεπτό όριο που έχει ορίσει κάθε κράτος-µέλος. Ωστόσο, πρακτικά όταν ένα 
παιδί καλείται να επιβεβαιώσει την ακριβή του ηλικία σε µια εφαρµογή ή σε µια ιστοσελίδα ή να 
ζητήσει την συγκατάθεση των γονέων του, είναι πολύ εύκολο, είτε να µη δώσει την πραγµατική 
του ηλικία, είτε να συµφωνήσει το ίδιο αντί των γονιών του, είτε µέσω της πρόσβασής του στους 
κωδικούς του e-mail των γονιών του, είτε φτιάχνοντας ακόµη και ένα πλαστό e-mail, µε 
αποτέλεσµα να καταστεί παράνοµη η  επεξεργασία των  προσωπικών του δεδοµένων. 
Σχετικά µε την ευθύνη των υπεύθυνων επεξεργασίας δεδοµένων κατά το στάδιο της 
συγκατάθεσης των παιδιών, η Οµάδα Εργασίας του Άρθρου 2914 εξηγεί, ότι ενώ µέσα στον 
Κανονισµό δεν προβλέπεται ρητά πως θα πρέπει να καταβάλλεται προσπάθεια εξακρίβωσης της 
ηλικίας των παιδιών, (αφού η πρόβλεψη της παρ. 2 του αρθρ. 8 αφορά στην επαλήθευση της 
συγκατάθεσης των γονέων), ωστόσο αυτό θα πρέπει να τεκµαίρεται σιωπηρά, καθώς όταν ένα 
παιδί δίνει τη συγκατάθεσή του στη επεξεργασία των προσωπικών του δεδοµένων ενώ δεν έχει 
στην πραγµατικότητα τη νόµιµη ηλικία ψηφιακής συγκατάθεσης, τότε αυτοµάτως η επεξεργασία 
που λαµβάνει χώρα καθίσταται παράνοµη. Έτσι, οι υπεύθυνοι επεξεργασίας, όπως προτείνει και 
η Οµάδα Εργασίας του Άρθρου 29, σε περίπτωση αµφιβολίας περί της πραγµατικής ηλικίας των 
παιδιών, θα πρέπει να αναθεωρούν τους µηχανισµούς εξακρίβωσης της ηλικίας που 
χρησιµοποιούν και να προβαίνουν σε εναλλακτικούς ελέγχους προκειµένου να εξακριβώνουν την 
                                                             
14 Βλ. Article 29 Working Party, ‘’Guidelines on consent under Regulation 679/2019’’, Adopted on 28 November 
2017 As last Revised and Adopted on 10 April 2018, p. 25, https://ec.europa.eu/newsroom/article29/item-
detail.cfm?item_id=623051. 
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ηλικία των παιδιών15. Σχετικά µε την εξακρίβωση της συγκατάθεσης των ασκούντων τη µέριµνα 
των παιδιών, το άρθρο 8 παρ. 2 του Κανονισµού ορίζει ότι «ο υπεύθυνος επεξεργασίας καταβάλλει 
εύλογες προσπάθειες για να επαληθεύσει στις περιπτώσεις αυτές ότι η συγκατάθεση παρέχεται ή 
εγκρίνεται από το πρόσωπο που έχει τη γονική µέριµνα του παιδιού, λαµβάνοντας υπόψη τη 
διαθέσιµη τεχνολογία». 
 Συνεπώς, είναι προφανές ότι τα µέτρα που προβλέπει ο Κανονισµός, δεν εγγυώνται απόλυτα 
τη νόµιµη επεξεργασία των προσωπικών δεδοµένων των ανηλίκων και ότι θα πρέπει να 
αναζητούνται από τους υπεύθυνους επεξεργασίας δικλείδες µέσω τεχνολογικών εργαλειών, που 
θα εξασφαλίζουν και θα εξακριβώνουν ότι η παροχή της πραγµατικής ηλικίας από τα παιδιά και 
της ουσιαστικής συγκατάθεσης των γονέων δεν είναι προϊόντα «απάτης» και πως µπορούν να 
αποτελέσουν ουσιαστικές νοµιµοποιητικές βάσεις επεξεργασίας των προσωπικών δεδοµένων των 
παιδιών.  
4. Η εξαίρεση από την προϋπόθεση της γονικής συγκατάθεσης για την επεξεργασία των 
προσωπικών δεδομένων των παιδιών 
Στη Σκέψη 38 του Κανονισµού, εκτός από την πρόβλεψη της απαραίτητης συγκατάθεσης των 
γονέων των παιδιών σε περίπτωση που ηλικιακά βρίσκονται κάτω από το απαιτούµενο minimum 
της ψηφιακής ηλικίας συγκατάθεσης που ορίζει το αρθρ. 8 του Κανονισµού, προβλέπεται και η 
εξαίρεση από τον κανόνα αυτό.  
Πιο αναλυτικά, στο τελευταίο εδάφιο της Σκέψης 38, ορίζεται ότι «η συγκατάθεση του γονέα 
ή κηδεµόνα δεν θα πρέπει να είναι απαραίτητη σε συνάρτηση µε υπηρεσίες πρόληψης ή παροχής 
συµβουλών που προσφέρονται άµεσα σε ένα παιδί». Ερµηνεύοντας αυτήν την εξαίρεση, φαίνεται 
πως πολύ ορθά, ως σκοπό της έχει το να µπορούν να παιδιά να καταγγέλλουν ελεύθερα πράξεις 
και συµπεριφορές βλαπτικές για αυτά, όπως τυχόν κακοποίηση, που προφανώς δεν θα πρέπει να 
                                                             
15 Βλ. Article 29 Working Party, όπ. ανωτ. (υποσ. 10), σελ. 25-26  και WP29 Opinion 5/2009 on Social Networking 
Services (WP 163). 
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απαιτείται η προηγούµενη συγκατάθεση των γονέων ή κηδεµόνων τους, µε απώτερο σκοπό την 
προστασία των παιδιών16. Έτσι, µέσα από αυτή την πρόβλεψη διακρίνεται και η αναγνώριση από 
τον ενωσιακό νοµοθέτη της κοινωνική διάστασης της προσφοράς των ηλεκτρονικών µέσων στην 
πρόληψη και αντιµετώπιση της βίας κατά των παιδιών - άµεσης ή έµµεσης- και τυχόν παράνοµων 
και εγκληµατικών πράξεων κατά αυτών ή κατά των οικείων τους, µέσα από την παροχή ενός 
«εργαλείου» στα χέρια των παιδιών προκειµένου να µπορούν να αµύνονται υπέρ εαυτών.  
III. Συγκρουόμενα δικαιώματα 
Αξιολογώντας τις κατηγορίες δικαιωµάτων που συγκρούονται, παρατηρούµε ότι από τη µια 
πλευρά βρίσκονται δικαιώµατα ευρύτερα, όπως το δικαίωµα στην προστασία του ιδιωτικού βίου 
και των προσωπικών δεδοµένων των παιδιών κατά τη χρήση ηλεκτρονικών µέσων, και ειδικότερα 
αυτών που προβλέπονται στον Κανονισµό, όπως είναι το δικαίωµα στη διαφανή ενηµέρωση 
(αρθρ. 13), το δικαίωµα πρόσβασης του υποκειµένου στα δεδοµένα (αρθρ. 15), το δικαίωµα στη 
διαγραφή-«λήθη» (αρθρ. 17), το δικαίωµα περιορισµού της επεξεργασίας (αρθρ. 18), το δικαίωµα 
στη φορητότητα των δεδοµένων (αρθρ. 20) και το δικαίωµα εναντίωσης (αρθρ. 21) στη 
επεξεργασία των δεδοµένων. Ενώ από την άλλη πλευρά βρίσκονται εξίσου θεµελιώδη 
δικαιώµατα, όπως το δικαίωµα στην ελεύθερη ανάπτυξη της προσωπικότητας, το δικαίωµα στην 
πληροφόρηση, στην επικοινωνία, στην ελεύθερη συµµετοχή των παιδιών στη «νέα διαδικτυακή 
εποχή17», στην αυτοδιάθεση, στην έρευνα, στην έκφραση κ.ά., µέσω των ηλεκτρονικών µέσων.  
Το ζήτηµα που δηµιουργείται από τη σύγκρουση δικαιωµάτων, είναι ζήτηµα ισορροπίας που 
χρήζει κατάλληλης στάθµισης. Περαιτέρω, θα πρέπει να µην παραγνωρίζεται το γεγονός ότι οι 
κίνδυνοι που ελλοχεύουν µέσα από τη χρήση ηλεκτρονικών µέσων και ειδικότερα µέσα από την 
                                                             
16 Βλ. Schulz S., Art. 8, σε: Gola P., ‘’Datenschutz-Grund-verordnung Kommentar’’, C.H. Beck, München 2017, αρ. 
περιθ. 8. και Παναγοπούλου – Κουτνατζή Φ., όπ. ανωτ. (υποσ. 1), σελ. 52. 
17 Βλ. Savirimuthu J., ‘’EU General Data Protection Regulation Article 8: Has Anyone Consulted the Kids?’’, LSE 
Media Policy Project, 01.03.2016, https://blogs.lse.ac.uk/medialse/2016/03/01/eu-general-data-protection-
regulation-article-8-has-anyone-consulted-the-kids/. 
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επεξεργασία ευαίσθητων προσωπικών δεδοµένων των παιδιών, όπως είναι τα δεδοµένα υγείας ή 
οι πληροφορίες φυλετικής προέλευσης για παράδειγµα, είναι πολύ µεγάλοι, διότι η χρήση τους 
δεν προορίζεται πάντα για ερευνητικούς, εµπορικούς, ή διαφηµιστικούς σκοπούς, λαµβάνοντας 
επιπλέον υπόψη το µέγεθος του «αποτυπώµατος δεδοµένων18» που αφήνουµε όταν κάνουµε χρήση 
ηλεκτρονικών µέσων. Για παράδειγµα, ένα παιδί των οποίων τα δεδοµένα υγείας επεξεργάζονται, 
αν δεν εφαρµοσθούν ενισχυµένες δικλείδες ασφαλείας, µπορεί να υποστεί δυσµενείς συνέπειες 
στο ψηφιακό περιβάλλον, όπως είναι ο στιγµατισµός, η απαξίωση, το bullying κ.ά., που εύκολα 
µπορούν να το οδηγήσουν στην ευρύτερη κοινωνική αποµόνωση και στον µόνιµο ψυχολογικό 
τραυµατισµό.  
 
IV. Ζητήματα συμβατότητας του άρθρου 8 του Κανονισμού με το άρθρο 24 του 
Χάρτη Θεμελιωδών Δικαιωμάτων της ΕΕ. 
Στο αρθρ. 24 παρ. 1 του Χάρτη Θεµελιωδών Δικαιωµάτων της ΕΕ, ορίζεται ότι «τα παιδιά 
έχουν δικαίωµα στην προστασία και τη φροντίδα που απαιτούνται για την καλή διαβίωσή τους. Τα 
παιδιά µπορούν να εκφράζουν ελεύθερα τη γνώµη τους. Η γνώµη τους σχετικά µε ζητήµατα που τα 
αφορούν λαµβάνεται υπόψη σε συνάρτηση µε την ηλικία και την ωριµότητά τους». Επίσης στην παρ. 
2 ορίζεται ότι «σε όλες τις πράξεις που αφορούν τα παιδιά, είτε επιχειρούνται από δηµόσιες αρχές, 
είτε από ιδιωτικούς οργανισµούς, πρωταρχική σηµασία θα πρέπει να δίνεται στο υπέρτατο συµφέρον 
του παιδιού». 
Κατά την ερµηνεία του αρθρ. 8 του Κανονισµού παρατηρείται µια τάση µη συµβατότητας µε 
το αρθρ. 24 του Χάρτη σχετικά µε το ότι εισάγει ενδεχοµένως δυσανάλογους περιορισµούς σε 
σχέση µε τα δικαιώµατά τους, µέσω της θέσπισης -ad hoc ανά κράτος-µέλος- minimum ηλικιακών 
                                                             
18 Βλ. Morriss-Roberts C., Outlon K., Sell D., Wray J., Gibson F., “How should health service researchers respect 
children’s personal data under GDPR?”, The Lancet Child & Adolescent Health Journal, Volume 2, Issue 10, p. 696- 
697, 2018/10/1, Elsevier. 
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standards για συγκατάθεση στην επεξεργασία δεδοµένων, καθώς και µέσω της πρόβλεψης για την 
περίπτωση που δεν πληρούν αυτά τα standards, της συγκατάθεσης των γονέων τους. Και αυτό, 
διότι οι τόσο «στενοί» και ίσως «αναχρονιστικοί19» περιορισµοί για τα παιδιά, ανεξαρτήτως 
εκτίµησης των ιδιαίτερων χαρακτηριστικών που µπορεί να έχει κάθε παιδί, του επιπέδου 
εξοικείωσής του µε τη χρήση ηλεκτρονικών µέσων, καθώς και του επιπέδου «ψηφιακής 
αντίληψης» που µπορεί να έχει ένα παιδί σε σχέση µε ένα άλλο, ενδεχοµένως να αποτελούν 
δυσανάλογα µέτρα προστασίας τους. 
 Πιο αναλυτικά, ενώ ο ενωσιακός νοµοθέτης επιθυµεί µέσω του αρθρ. 8 να τονίσει την αξία 
της προστασίας των παιδιών και των προσωπικών δεδοµένων τους, που εν µέρει το καταφέρνει, 
από την άλλη δηµιουργεί µια εικόνα ιδιαιτέρως «ευάλωτων20» παιδιών, a priori, που δεν µπορούν 
να έχουν δική τους γνώµη σχετικά µε τις επιλογές τους, οι οποίες φαίνονται ως ανάξιες 
εµπιστοσύνης, ελλείψει κριτηρίων π.χ. ad hoc εκτίµησης πιθανών ικανοτήτων - δυνατοτήτων τους. 
Επίσης, σηµαντικό είναι να µην παραγνωρίζεται το γεγονός ότι τα περισσότερα από τα σηµερινά 
παιδιά έχουν «γαλουχηθεί» στο ψηφιακό περιβάλλον από πολύ µικρά και είναι δυνατόν κάποια 
από αυτά να αναπτύσσουν από νωρίς γνώσεις και ικανότητες κρίσης πάνω στο ψηφιακό 
περιβάλλον και τους κινδύνους από αυτό, πολλές φορές περισσότερο και από τους γονείς τους21, 
τους οποίους πάντα και φύσει αναπότρεπτα, θα χωρίζει τεχνολογικό χάσµα γενεών.  
Συνεπώς, ενδεχοµένως µια ορθότερη ερµηνεία του άρθρου 8 βάσει του αρθρ. 24 του Χάρτη 
να ήταν δόκιµη, ως πιο αποτελεσµατική και πιο δίκαιη µε σύγχρονους όρους, για τα δικαιώµατα 
των παιδιών, λαµβάνοντας κατά την ερµηνεία αυτή πάντα υπόψη το «συµφέρον» τους και 
                                                             
19 Βλ. Savirimuthu J., όπ. ανωτ. (υποσ. 13). 
20 Βλ. Savirimuthu J., όπ. ανωτ. (υποσ. 13). 
21 Βλ. House of Lords Judgement, ‘’Gillick v West Norfolk and Wisbech Area Health Authority and another’’, 1985 
και Savirimuthu J., όπ. ανωτ. (υποσ. 13). 
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σταθµίζοντας αναλογικά τα αντικρουόµενα δικαιώµατα, έχοντας πάντα κατά νου την καθηµερινή 
και συνεχώς επιταχυνόµενη τεχνολογική εξέλιξη των παιδιών. 
 
V. Επίλογος 
Συνοψίζοντας όλα όσα εκτέθηκαν ανωτέρω, καταρχάς θα πρέπει να καταβληθεί προσπάθεια 
ώστε  να κατανοηθεί ουσιαστικά ο σκοπός της παροχής εξειδικευµένης προστασίας στα παιδιά 
που προβλέπει ο νέος Κανονισµός µέσα από στις Αιτιολογικές Σκέψεις και να γίνουν αντιληπτοί 
οι κίνδυνοι που σχετίζονται µε την επεξεργασία προσωπικών δεδοµένων τους, πάντοτε σε 
συνάρτηση µε το σεβασµό των δικαιωµάτων των παιδιών κατά τη χρήση ηλεκτρονικών µέσων. 
Παράλληλα, θα πρέπει να εκτιµηθούν οι δυσµενείς επιπτώσεις που στοχεύει να αποτρέψει ο 
Κανονισµός στη ζωή των ανηλίκων χρηστών των ηλεκτρονικών µέσων, αλλά και να κατανοηθεί 
ο ρόλος της ευθύνης των ασκούντων τη γονική µέριµνα των παιδιών, αλλά και ποια η έκταση και 
τα όρια αυτής.  
Επί του πρακτικού ζητήµατος της ουσιαστικής προστασίας των προσωπικών δεδοµένων των 
παιδιών, καθίσταται αναγκαίο να αναζητηθούν και να εφαρµοστούν κάποια επιπλέον µέτρα για 
την εξασφάλισή της από τους υπεύθυνους επεξεργασίας. Τέτοια µέτρα θα µπορούσαν να είναι για 
παράδειγµα, η εύρεση αποτελεσµατικών και αξιόπιστων τρόπων εξακρίβωσης της πραγµατικής 
ηλικίας των παιδιών και της επιβεβαίωσης της συγκατάθεσης των γονέων, µε τη βοήθεια 
«κατάλληλων τεχνολογικών µέσων22», αλλά και η χρήση επιπλέον δικλείδων ασφαλείας για την 
κατοχύρωση της επαρκούς και κατανοητής ενηµέρωσης των παιδιών για το τί δεδοµένα θα 
επεξεργάζονται και τί σηµαίνει η επεξεργασία αυτών. Επιπλέον, µέτρα όπως η πρόβλεψη 
παραµετροποίησης στις Πολιτικές Ιδιωτικότητας (Privacy Policies), ώστε να µπορούν να δίνονται 
και άλλες λύσεις, όπως η µερική ή ήπια επεξεργασία δεδοµένων για ασφαλή πρόσβαση και η 
                                                             
22 Βλ. Αλεξανδροπούλου – Αιγυπτιάδου Ε., όπ. ανωτ. (υποσ. 5),σελ. 5 επ., (15). 
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δυνατότητα επιλογής των δεδοµένων που θα επεξεργαστούν ή η υιοθέτηση Κωδίκων 
Δεοντολογίας, κατά το αρθρ. 40 παρ. 2 εδ. ζ’23 του Κανονισµού, από τους υπεύθυνους 
επεξεργασίας για παρεχόµενες υπηρεσίες της κοινωνίας της πληροφορίας προς τα παιδιά, µέσω 
των οποίων θα καθίσταται σαφές ότι η συγκατάθεση, η ενηµέρωση και η προστασία των παιδιών 
γίνονται σύµφωνα µε τον Κανονισµό. 
Ακόµη, σηµαντικό είναι να σταθµιστεί το κατά πόσο η ευθύνη θα πρέπει να µετακυλίεται 
περισσότερο προς τους υπεύθυνους επεξεργασίας από ότι στους γονείς. Κι αυτό, διότι 
αµφισβητείται το κατά πόσο µπορεί ένας γονέας να είναι πάντοτε πλήρως ενηµερωµένος περί της 
φύσης της επεξεργασίας των δεδοµένων των τέκνων του ή ακόµη και για το τί σηµαίνει κάτι τέτοιο 
στη πράξη, τι κίνδυνους µπορεί να εγκυµονεί κ.λπ.. Οι υπεύθυνοι επεξεργασίας διαδραµατίζουν 
κοµβικό ρόλο στην προστασία και εξασφάλιση της προστασίας των προσωπικών δεδοµένων από 
τη θέση σε εφαρµογή του νέου Κανονισµού, αποκτώντας πλέον µεγαλύτερη ευθύνη και από τις 
ανεξάρτητες εθνικές αρχές που είναι επιφορτισµένες µε την προστασία των δεδοµένων 
προσωπικού χαρακτήρα και είναι υποχρεωµένοι να λαµβάνουν κάθε πρόσφορο µέτρο 
προκειµένου να προστατεύονται τα δικαιώµατα όλων των υποκειµένων των δεδοµένων-παιδιών 
και ενηλίκων- ανεξαιρέτως. 
Εν κατακλείδι, αµφισβητείται το κατά πόσον είναι δόκιµο και αποτελεσµατικό να 
διαχωρίζεται το δικαίωµα στη προστασία των προσωπικών δεδοµένων σε «ενισχυµένο24» 
δικαίωµα για τα παιδιά - που ούτως ή άλλως έχουν µεγαλώσει σε ένα «φυσικό ψηφιακό 
περιβάλλον25»  - και ένα σε «απλό» δικαίωµα ενηλίκων. Η προστασία των δικαιωµάτων οφείλει 
να είναι ίση προς όλα τα υποκείµενα αυτών και να µην υποτιµάται το γεγονός ότι πάρα πολλοί 
από τους «ψηφιακά αναλφάβητους» ενήλικες, καθίστανται αυτοµάτως και εκείνοι ιδιαιτέρως 
                                                             
23 Βλ. Ιγγλεζάκη Ι., όπ. ανωτ. (υποσ. 3), σελ. 90. 
24 Βλ. Παναγοπούλου – Κουτνατζή Φ., όπ. ανωτ. (υποσ. 1), σελ. 53. 
25 Βλ. Heckmann D., Paschkee A., ‘’Art.8’’ σε: Ehmann E., Selmayr M., Datenschutz-Grundverdordnung Kommentar, 
C.H. Beck Verlag, München, 2017, αρ. περιθ. 1 και Παναγοπούλου – Κουτνατζή Φ., όπ. ανωτ. (υποσ. 1), σελ. 53. 
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ευαίσθητοι και ευάλωτοι απέναντι στους κίνδυνους από την επεξεργασία των προσωπικών τους 
δεδοµένων στο ψηφιακό περιβάλλον, όπου η επιθετικότητα της επεξεργασίας δεδοµένων είναι 
πολλές φορές ανεξέλεγκτη και δυσερµήνευτη. Συνεπώς, ίσως ένα ευρύ και ενισχυµένο πλαίσιο 
προστασίας προς όλους, µε οδηγό την αρχή «εν αµφιβολία υπέρ της προστασίας όλων26», να είναι 
η ορθότερη επιλογή που θα εξισορροπεί τις ανισότητες και θα «αφουγκράζεται» τα δικαιώµατα 
και τα ιδιαίτερα χαρακτηριστικά όλων.  
Επίσης, ίσως στο µέλλον, αφού τα υποκείµενα των δεδοµένων έχουν αποκτήσει πληρέστερη 
κατανόηση περί των προσωπικών δεδοµένων (“data literacy27”), να είναι σε θέση να τα 
διαχειριστούν ορθότερα και πιο συνετά, κάνοντας τις βέλτιστες επιλογές γι’ αυτά.  
Τέλος, αφού εκτιµηθεί το «γράµµα» του νόµου µέσα από τον Κανονισµό, δόκιµο θα ήταν να 
σταθµιστεί εάν ο σκοπός που εξυπηρετείται µέσα από τα «µέτρα» του Κανονισµού συµβαδίζει µε 
τα όρια που θέτει το  αρθρ. 24 του Χάρτη σχετικά µε την προστασία των δικαιωµάτων των 
παιδιών, την ελευθερία έκφρασης της γνώµης τους ανάλογα µε την ωριµότητά τους28 και τη λήψη 
µέτρων που θα πρέπει να είναι πάντα προς το συµφέρον των παιδιών. Έτσι, ίσως να καταφέρουν 
οι πολιτικές προστασίας προσωπικών δεδοµένων των κρατών-µελών, να προσαρµοστούν 
καλύτερα µε τις σύγχρονες συνθήκες, τηρουµένης πάντοτε της αρχής της αναλογικότητας 
ανάµεσα στα σταθµιζόµενα δικαιώµατα για την επίτευξη της ευρύτατης προστασίας των 
δικαιωµάτων των παιδιών, των οποίων το ανέφελο µέλλον θα πρέπει να αποτελεί προτεραιότητα 
κάθε κοινωνίας. 
 
                                                             
26 Παναγοπούλου – Κουτνατζή Φ., «Κοινωνικά δίκτυα και προσωπικότητα», ΔiΜΕΕ 2012, σελ. 186 επ., (191). 
27 Βλ. Acker A, Bowler L. ,“Youth data literacy: Teen perspectives on data created with social media and mobile 
devices”, 51st Hawaii International Conference on System Sciences, (2018). 
28 ‘’The underlying principle of the law (…) is that parental right yields to the child’s right to make his own decisions 
when he reaches a sufficient understanding and intelligence to be capable of making up his own mind on the 
matter requiring decision,’’, Βλ. Σχετ.: House of Lords Judgement, όπ. ανωτ. (υποσ. 17). 
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‘’History will judge us by the difference we make in the everyday lives of children’’ 
(Nelson Mandela) 
 
 
 
