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eUprava je elektronski portal, s pomočjo katerega upravni organi in druge institucije 
ponujajo svoje storitve preko interneta. Ta uporabnikom omogoča, da do storitev 
dostopajo preprosto, kjer koli in kadar koli. Uporabniki lahko preko portala opravijo že 
marsikateri upravni postopek ter vpogledajo v svoje osebne podatke brez osebnega in 
fizičnega stika z uradno osebo in s tem prihranijo na času, vožnji ter se izognejo čakalnim 
vrstam na upravnih enotah.  
Delo se osredotoča predvsem na nezaupanje državljanov v upravne postopke na portalu 
eUprava in na neuporabo oz. nezaupanje v tehnologijo. Ljudje imajo neutemeljen strah 
pred uporabo e-poslovanja, saj so mnenja, da so njihovi podatki ogroženi in se zaradi tega 
ne počutijo varne. Predstavljeni so pristopi, ki na eUpravi skrbijo za zaščito informacij in 
pravna podlaga, ki skrbi za preprečevanje zlonamerne uporabe informacij.  
Podatki o zaupanju ljudi v eUpravo so pridobljeni preko anketnega vprašalnika. Anketni 
vprašalnik je bil objavljen na družbenih omrežjih in je bil namenjen širši množici ljudi, tako 
mlajšim kot starejšim. Vključeval je vprašanja o ozaveščenosti glede varnosti in uporabi 
eUprave.  
Kljub prednostim, ki jih eUprava prinaša, ugotovitve raziskave ankete kažejo, da večina 
anketirancev nima urejenega digitalnega potrdila, kar onemogoča uporabo portala. 
Razlogov za to je kar nekaj, eden izmed poglavitnih pa je zagotovo slaba tehnološka 
pismenost državljanov Republike Slovenije. Ta problem bi bilo možno rešiti z organizacijo 
delavnic, namenjenih predvsem starejši populaciji, ki je bila na podlagi izvedenih raziskav 
tista, ki kaže odpor do novosti in digitalizacije. Poleg tega bi bilo vsem ljudem potrebno bolj 
podrobno razložiti, kako spletne aplikacije skrbijo za varnost in jih izobraziti o varni rabi 
interneta. 





TRUST IN ADMINISTRATIVE PROCEDURE ON EGOVERNMENT 
eGovernment is an electronic portal through which administrative bodies and other 
institutions offer their services via the Internet. The portal is designed to include operations 
within public administration organizations, between the administration and citizens, and 
between the administration and companies. This allows citizens to access services easily, 
anywhere at any time. Citizens can go through many administrative procedures and view 
their personal data without physical contact with an official, thus saving time by avoiding 
queues at administrative units. 
The purpose of this bachelor’s thesis is to find the reason why citizens still use mainly 
personal / physical contact with officials and refuse e-commerce. It focuses mainly on the 
distrust of citizens in administrative procedures on the eGovernment portal and on the 
reason for non-use or distrust of the technology offered. 
The first part of the bachelor’s thesis summarizes the theory of ensuring security in 
eGovernment and obtaining data from registers and finally, the implementation of 
administrative procedures through the portal. In the research part, the results were 
obtained on the basis of a questionnaire. The questionnaire included questions on 
awareness and use of eGovernment. 
Despite the advantages that eGovernment brings, the findings of the research show that 
the majority of respondents do not have a regulated digital certificate, which makes it 
impossible to use the portal. There are quite a few reasons for this, and one of the main 
ones is certainly the poor technological literacy of the citizens of the Republic of Slovenia. 
This problem could be solved with workshops targeted toward elderly population, that was 
bias against usage of technology and digitalization. People should also be explained how 
about online applications manage security and educate them about safe internet usage. 
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SEZNAM UPORABLJENIH KRATIC 
CRP  Centralni register prebivalstva 
G2G   Storitve znotraj javne uprave 
MRVL  Matični register vozil 
PRS  Poslovni register 
RPE  Register prostorskih enot 
SI-GENCA Slovenian General Certification Authority 
SIGOV-CA  Slovenian Governmental Certification Authority 
UE  Upravna enota 
ZDIJZ   Zakon o dostopu do informacij javnega značaja 
ZEPEP  Zakon o elektronskem poslovanju in elektronskem podpisu 
ZUP     Zakon o upravnem postopku 




Elektronska uprava (e-uprava) pomeni uvajanje elektronskega poslovanja v javno upravo z 
občani, organizacijami, podjetji in med upravnimi organi v upravi. V Sloveniji začetki e-
uprave segajo v leto 2000, ko je bil sprejet Zakon o elektronskem poslovanju in 
elektronskem podpisu (ZEPEP, Uradni list RS, št. 57/00- ZEPEP, 30/01- ZODPM-C, 25/04- 
ZEPEP-A, 98/04- ZEPEP-UPB1, 46/14- ZEPEP-B). Leta 2001 je nastal prvi državni portal 
eUprava, ki je predstavljal skupno elektronsko vstopno točko za državljane. V letu 2004 je 
ponudil portal prvi generični sistem dostopa za e-podpis, sprejem e-vloge, izvedbo e-plačil 
in usmerjanje vlog na upravno enoto. Leta 2006 so portal prenovili z usmerjenostjo k 
državljanom in njihovim potrebam na podlagi življenjskih dogodkov. Konec leta 2015 smo 
v Sloveniji dobili zadnjo verzijo portala eUprava. V tem časovnem obdobju je država 
postopno začela vpeljevati digitalno poslovanje na področju upravnih storitev. S tem je 
želela postati konkurenčna ostalim razvitejšim državam in stopiti v korak s časom ter slediti 
tehnološkim trendom. Poleg tega je želela zagotoviti krajše čakalne vrste in s tem prihranek 
časa za opravljanje storitev, manj birokracije ter manjšo verjetnost za napake pri različnih 
upravnih postopkih. V tem času razvoja ljudje še niso bili tehnološko podkovani, prav tako 
pa se je družba soočala z nizko stopnjo računalniške pismenosti ter pomanjkanjem strojne 
opreme, zaradi česar eUprava ni doživela takšnega razcveta, kot je bil pričakovan. 
Danes eUprava na enem mestu omogoča: oddajo vlog, vpogled v svoje podatke, ki so 
zbrani v vsebinsko zaokroženih področjih, vse od rojstva do danes. Za uporabo portala 
uporabnik potrebuje le kvalificirano digitalno potrdilo ali mobilno identiteto smsPASS 
slovenskih izdajateljev, ki ju zlahka pridobi vsakdo. Za boljše razumevanje postopkov ima 
eUprava vodiča, ki vodi skozi zastavljena vprašanja do postopkov, ki ustrezajo potrebam in 
situaciji. Portal eUprava je namenjen vsem državljanom in državljankam ter tujcem, ki 
imajo ustrezno sredstvo za prijavo, zato so vloge dostopne tudi v jezikih manjšin, ter 
omogoča prilagoditve za gluhe in naglušne ter slepe in slabovidne.  
E-uprava mora med upravnim postopkom zagotavljati temeljna načela, med katera sodijo: 
načelo zakonitosti, varstvo pravic strank in varstvo javnih koristi, načelo materialne resnice, 
načelo zaslišanja stranke, prosta presoja dokazov, dolžnost govoriti resnico in poštena 
uporaba pravic, samostojnost pri odločanju, pravica pritožbe in ekonomičnost postopka. 
Na prvi pogled se zdi, da bi morala e-uprava lažje zagotavljati nekatera načela, vendar se 
je potrebno vprašati, če je to vedno res in kako se to kaže v praksi. Poleg tega je v zadnjem 
času zelo pogosta tema razprav varstvo osebnih podatkov na spletu in zastavlja se 




Glede na predstavljeno tematiko, namene in cilje diplomskega dela, smo si zastavili 
naslednja raziskovalna vprašanja:  
R1: Ali je nezaupanje do računalnika in drugih digitalnih naprav z vidika varstva osebnih 
podatkov vzrok za manjšo uporabo storitev eUprave? 
R2: Ali lahko uporabnik preko eUprave opravi kateri koli upravni postopek od začetka do 
konca brez osebnega stika? 
R3: Ali eUprava poenostavi vodenje oziroma sodelovanje javnim uslužbencem v upravnem 
postopku? 
Namen diplomskega dela je izpostaviti problem neuporabe elektronskega poslovanja 
državljanov Republike Slovenije in poiskati vzrok, zakaj ljudje zavračajo oddajo vlog preko 
portala eUprava. Zanimalo nas je predvsem, če je to morda posledica slabega ozaveščanja 
ljudi na področju uporabe elektronske uprave, ali razlog tiči v navadah ljudi, njihovemu 
nezaupanju do elektronskih postopkov ali v slabi digitalni pismenosti. Osredotočili smo se 
predvsem na nezaupanje ljudi in raziskali, čemu je tako. Zanimalo nas je, če so osebni 
podatki, s katerimi eUprava upravlja, dovolj zaščiteni pred dostopom neavtoriziranih oseb. 
Hkrati smo želeli raziskati vpliv portala eUprave na izvajanje upravnega postopka in najti 
prednosti in slabosti elektronskega poslovanja v procesih, ki jih izvajajo upravni organi 
Republike Slovenije. 
Cilj diplomskega dela je pregledati upravne postopke, raziskati stopnjo varnosti osebnih 
podatkov, ki jo spletni portal zagotavlja, in analizirati socialni vidik uporabe storitev 
eUprave. Želimo odgovoriti na vprašanja, navezana na slabo uporabo eUprave. Odgovore 
na raziskovalna vprašanja smo iskali predvsem z opisno in kvantitativno metodo. 
S kvantitativno metodo smo statistične podatke, ki smo jih pridobili preko anketnega 
vprašalnika, najprej argumentirali, nato pa odgovorili na zastavljena raziskovalna 
vprašanja. Anketni vprašalnik je bil objavljen na družbenih omrežjih in je bil namenjen širši 
množici ljudi, tako mlajši kot starejši populaciji. O izvajanju postopkov in integraciji 
eUprave v samo delo zaposlenih smo povprašali tudi referentko na Upravni enoti Litija. 
E-uprava je kratica za elektronsko upravo. Pomeni uporabo IKT za zagotavljanje javnih 
storitev državljanom in drugim osebam v državi (E-government, 2021). eUprava je državni 
portal Republike Slovenije in je elektronska vstopna točka za storitve, ki jih državljani 





Diplomsko delo je razdeljeno na štiri vsebinske sklope. V prvem delu je predstavljen razvoj 
e-uprave. Drugi del povzema storitve, ki jih eUprava ponuja uporabnikom. V naslednjem 
sklopu so omenjeni različni vidiki, skozi katere preučujemo e-upravo. V zadnjem poglavju 






2 RAZVOJ E-UPRAVE 
Začetki e-uprave v Sloveniji segajo v leto 2000, takrat je bil sprejet zakon o elektronskem 
poslovanju in elektronskem podpisu. Do leta 2004 je bila sprejeta tudi strategija e- 
poslovanja. V letih 2000 in 2004 je bila ustanovljena agencija za izdajo digitalnih potrdil 
SIGEN-CA za državljane in SIGOV-CA za zaposlene v javni upravi.  
Prvi državni portal eUprava je bil vzpostavljen leta 2001, uporabniki so v istem letu začeli 
uporabljati tudi prve prave elektronske storitve za državljane. Državljani so lahko 
pridobivali izpiske iz matičnih knjig, to so: rojstne matične knjige, poročne matične knjige 
in knjige umrlih. Z letom 2002 je vlada RS sprejela akcijski načrt za izvajanje strategije SEP 
2001–2004, takrat je bil izdelan tudi prvi pravi projekt G2G, ki obsega poslovanje znotraj 
organizacij javne uprave (omogočena je bila izmenjava podatkov med CRP – centralnim 
registrom prebivalstva in Zavodom za pokojninsko in invalidsko zavarovanje Slovenije). 
Leta 2003 so portal prenovili. Po prenovi je že vseboval zametke življenjskih dogodkov oz. 
je bil usmerjen k ciljnim uporabniškim skupinam. S tem so državljani dobili možnost 
vpogleda v svoje osebne podatke tj. v CRP – Centralni register prebivalstva. Že z letom 2004 
je eUprava ponudila dostop za sprejem e-podpisov, e-vlog, pošiljanje e-vlog na UE in pa 
tudi izvedbo e-plačil. S tem je omogočeno tudi spremljanje stanja elektronske vloge. Za 
državljane se je leta 2004 odprl tudi sodni register in pa različne aplikacije za e-davke. Z 
letom 2005 so državljani lahko prvič oddali elektronsko dohodninsko napoved. Z letom 
2006 je bil državni portal eUprava zopet prenovljen, prenova je uvedla številne novosti. 
Portal so popolnoma usmerili k uporabniku oz. državljanu in njihovim potrebam glede na 
življenjske dogodke. V letu 2007 je bil tudi začet in izveden e-VEM za gospodarske družbe, 
ki je bil predan v uporabo v začetku leta 2008 (Batagelj,2008). 
2.1 EUPRAVA, EDAVKI IN E-VEM 
Vizija eUprave je bila državljanom ponuditi elektronske upravne storitve na prijazen, 
preprost, dostopen in predvsem varen način. Te bi bile na internetu na voljo kjer koli in 
kadar koli. Predvsem pomembno vlogo je imelo zadovoljstvo uporabnikov, racionalizacija 
poslovanja uprave in sodobne elektronske storitve, ki bi omogočile lažje poslovanje z 
organi javne uprave (Trček, 2001).  
Poleg tega pa je bil namen eUprave zmanjšati stroške izvajanja upravnih postopkov, kar je 
mogoče doseči z uporabo IKT, kot menijo Andersen idr. (2010). eUprava na enem mestu 
ponuja vsebine iz sledečih področij (Ministrstvo za javno upravo, 2021a): 




- Osebni dokumenti, potrdila, selitev; 
- Izobraževanje, kultura; 
- Delo in upokojitev; 
- Sociala, zdravje, smrt; 
- Nepremičnine in okolje; 
- Potovanja; 
- Promet in prometna infrastruktura; 
- Kmetijstvo, gozdarstvo, prehrana; 
- Država in družba; 
- Podjetništvo; 
- Davki. 
Za zadnji dve področji, podjetništvo in davke, eUprava nudi informacije in preusmerja na 
portala e-VEM (podjetništvo) in eDavki. e-VEM uporabnikom omogoča hitro in brezplačno 
poslovanje z javno upravo in na enem mestu ponuja informacije za poslovanje (Ministrstvo 
za javno upravo, 2021d). 
Na portalu eDavki lahko davčni zavezanec varno izpolnjuje ter oddaja davčne obrazce s 
svojega osebnega računalnika. Poleg tega lahko fizične osebe oddajo napoved za odmero 




3 INFORMACIJSKA KOMUNIKACIJSKA TEHNOLOGIJA NA 
PODROČJU DRŽAVNE UPRAVE 
Hiter razvoj informacijsko-komunikacijske tehnologije (IKT) je pokazal svoj vpliv tudi na 
področju državne uprave. V osnovi IKT prinaša mnogo prednosti, vendar kljub temu obstaja 
tudi negativna plat, ki ljudi odvrača od sprejemanja tehnologije (Kos, 2017). 
Slika 1: Model sprejemanja in uporabe IKT 
 
Vir: Kristl (2016) 
Iz Slika 1 lahko razvidimo prednosti in slabosti, ki so povezane z uporabo eUprave. 
Uporabniku je omogočen enoten dostop do upravnih postopkov, javnih podatkov in 
obrazcev. Poleg tega lahko do storitev dostopa kadar koli in kjer koli ter ni vezan na uradne 
ure upravnih organov. Uporabnik s pošiljanjem elektronskih vlog, elektronskim 
plačevanjem in opravljanjem ostalih elektronskih obveznosti prihrani čas ter pot do 
upravnega organa. Portal eUprava je zgrajen tako, da uporabnik na enostaven in prijazen 
način dostopa do ustreznih informacij ter upravnih postopkov (Vintar, Leben & Kunstelj, 
2000). 
Povečano zadovoljstvo in sprejemanje tehnologije so opažali glede na naraščanje števila 
uporabnikov na eUpravi ter manj telefonskih klicev za podajanje informacij. Kljub temu pa 
opažajo, da zadovoljstvo uporabnikov ne narašča več, ker imajo uporabniki večje zahteve 
in pričakovanja. Poleg tega obstaja še kar nekaj drugih dejavnikov, ki jih lahko pripišemo k 
slabši uporabi eUprave. 
Prvi dejavnik, ki ga najpogosteje opažamo, je nezaupanje v elektronsko oddajo 
dokumentov, saj se potencialni uporabniki bojijo, da bi se podatki izgubili ali bi prišli v roke 




predvsem za dve skupini ljudi: starejše in manj izobražene. Razlogov za slabšo uporabo 
tehnologij je več; dva najbolj pogosta sta neznanje uporabe elektronskih naprav ter 
upadanje telesnih in umskih sposobnosti starejših. Prav tako pa je ena od težav tudi 
ekonomska stiska in s tem omejena finančna zmožnost (Kovačič, Groznik & Ribič, 2005). 
Po informacijah, pridobljenih iz portala gov.si, je bilo konec leta 2019 na portalu eUprava 
zabeleženih 100.000 registriranih uporabnikov. Če primerjamo to z letom 2015, ko je bilo 
registriranih le okoli 3.500 uporabnikov, gre za 25,5-kratno povečanje števila registriranih 
uporabnikov. To je rezultat vedno večje obkroženosti s tehnologijo. Kljub temu da število 
uporabnikov raste, se ljudje še vseeno poslužujejo papirne oddaje vlog in osebnega 
reševanja zadev na upravnih enotah (Ministrstvo za javno upravo, 2021c). 
3.1 STORITVE ZA DRŽAVLJANE 
Portal eUprava je enotna vstopna točka, ki državljanom na enostaven način ponuja 
informacije in elektronske storitve javne uprave na internetu, na enem mestu, kadar koli 
in kjer koli. Z uvedbo portala državljanu ni več potrebno čakati v vrsti na UE in za vsak 
opravek hoditi do upravnega organa, saj veliko zadev lahko uredi preko spleta. Državljani 
lahko preko portala dostopajo do javnih podatkov, obrazcev in upravnih storitev ne glede 
na to, kje se postopki izvajajo ter kdo je odgovoren za podatke in postopke. Namen portala 
je ponuditi storitve na spletu, saj takšen način uporabe portala prihrani uporabniku veliko 
časa pri pošiljanju vlog, plačevanju upravnih taks in drugih upravnih dokumentih. Storitve 
so zasnovane tako, da so uporabniku razumljive ter do njih dostopa na preprost način, v 
obliki življenjskih dogodkov, npr. sprememba stalnega prebivališča, poroka ..., zato 
državljan zlahka poišče, kar potrebuje. Po mnenju Tolbert in Mossberger (2006) to 
povečuje uporabnost in učinkovitost, uporabnikom pa povečuje zaupanje v upravo.  
Portal eUprava je zasnovan v obliki podportalov, ločenih za državljane ter pravne osebe. 
Prilagojen pa je tudi za osebe s posebnimi potrebami. Elektronske vloge na portalu so v 
slovenskem jeziku, vendar pa portal ponuja tudi vloge za pripadnike avtohtonih narodnih 
skupnosti, ki pa so objavljene v italijanskem in madžarskem jeziku.  
Varnost je zagotovljena s funkcijami e-podpisovanja, e-vročanja in e-plačevanja, kar 
povečuje zaupanje v e-poslovanje, kot pravi Huang (2004). Zadnja leta so zelo pomembne 
novosti na področju varnosti osebnih podatkov. Zakon o varstvu osebnih podatkov (ZVOP-
1 Uradni list RS, št. 86/04-ZVOP-1, 113/05-ZInfP, 51/07- ZUstS-A, 67/07- ZVOP-1A, 94/07- 
ZVOP-1-UPB1) opredeljuje, da »pri prenosu občutljivih osebnih podatkov preko 
telekomunikacijskih omrežij šteje, da so podatki ustrezno zavarovani, če se posredujejo z 
uporabo kriptografskih metod in elektronskega podpisa tako, da je zagotovljena njihova 




E-storitve, ki jih državljan lahko opravi popolnoma v elektronski obliki, so naslednje 
(Ministrstvo za javno upravo, 2021c): 
- sprememba prebivališča; 
- vloga za pridobitev otroškega dodatka; 
- naročanje na novice o spremembi zakonodaje s področja okolja in prostora; 
- opomnik za naročanje na obvestila o poteku veljavnosti osebnih dokumentov; 
- podaljšanje prometnega dovoljenja; 
- dovoljenje zakonitega zastopnika za potovanje otroka v tujino; 
- podpora volivca zahtevi za razpis referenduma. 
Možnost opravljanja teh storitev brez fizične prisotnosti časovno razbremeni državljane, 
poleg tega pa skrajšajo čakalne vrste na upravnih enotah, kar razbremeni zaposlene. Poleg 
vseh naštetih storitev, ki jih državljani lahko opravijo elektronsko, obstaja tudi podportal, 
ki se imenuje e-demokracija. Namenjen je državljanom, ki želijo sodelovati v postopkih 
priprave in sprejemanja zakonodaje. Cilj je, da s sodobno informacijsko podporo izboljšajo 
pripravo predpisov in s tem pridobijo še boljše predpise (Zupan, 2008). 
3.2 STORITVE ZA PRAVNE OSEBE 
Z letom 2005 je bil vzpostavljen državni portal za poslovne subjekte, imenovan e-VEM. 
Portal zagotavlja enostavne, prijazne, dosegljive in varne storitve, ki so ponujene na 
internetu kjer koli in kadar koli. Portal omogoča, da se samostojni podjetnik na enem mestu 
vpiše v poslovni register in pošlje podatke Davčni upravi RS. Z letom 2008 je bil vzpostavljen 
še portal za druge oblike gospodarskih družb kot so d. o. o. in d. n. o.  
Portal e-VEM samostojnim podjetnikom omogoča:  
- vpis samostojnega podjetnika v poslovni register; 
- prijavo akontacije dohodnine; 
- prijavo priprave na obračun prispevkov za socialno varnost; 
- prijavo podatkov samostojnega podjetnika o pokojninskem in invalidskem ter 
zdravstvenem zavarovanju, zavarovanju za starševsko varstvo in za primer 
brezposelnosti ter o sklenitvi delovnega razmerja; 
- prijavo podatkov za otroke samostojnega podjetnika do 18. leta starosti za 
zdravstveno zavarovanje; 
- oddaja vloge za pridobitev obrtnega dovoljenja; 
- vpis spremembe podatkov samostojnega podjetnika v poslovni register; 
- izbris samostojnega podjetnika iz poslovnega registra; 




Sistem e-VEM je omogočil, da se omenjeni postopki lahko izvedejo še preden je samostojni 
podjetnik registriran. To pomeni, da podjetnik svoje podatke odda zgolj enkrat za vpis v 
različne registre in za prijavo podatkov v sistem, ta pa jih pravočasno pošilja pristojnim 
ustanovam. Z vzpostavitvijo portala so skrajšali čas pridobitve statusa samostojnega 
podjetnika (Ministrstvo za javno upravo, 2021d). 
Iz raziskave avtorjev Kunstelj, Jukić in Vintar (2007) lahko razvidimo grafe, ki se navezujejo 
na uporabo eUprave s strani pravnih oseb. V raziskavo so bila vključena slovenska podjetja 
različnih velikosti. Izkaže se, da so podjetja že tedaj uporabljala eUpravo za vsaj eno e-
storitev. Sem spadajo predvsem srednja in velika podjetja ter javni sektor, medtem ko se 
s. p. in mikro podjetja manj poslužujejo storitev, ki jih ponuja eUprava. Manjšo uporabo 
smo lahko pripisovali predvsem manjšim potrebam po storitvah, ki jih ponuja eUprava, pa 
tudi specializiranosti kadra znotraj podjetij, kakor meni Sulčič (2008).  
Izkaže se, da podjetja eUpravo uporabljajo predvsem za posredovanje podatkov na AJPES 
in posredovanja obračuna davkov na DURS. Zanimivo je dejstvo, da podjetja vseh velikosti 
relativno enako dostopajo do elektronskih javnih baz podatkov. To pomeni, da so 
informacije javnega značaja pomembne za vsa podjetja, zato morajo biti takšne informacije 
zakonsko opredeljene (Kunstelj idr., 2007). 
Zakon o dostopu do informacij javnega značaja (ZDIJZ, Uradni list RS št. 24/03-ZDIJZ, 61/05- 
ZDIJZ-A, 96/05- ZDIJZ-UPB1, 109/05 - ZDavP-1B, 113/05-ZInfP, 28/06-ZDIJZ-B, 51/06- ZDIJZ-
UPB2, 117/06-ZDavP-2, 23/14-ZDIJZ-C, 50/14-ZDIJZ-D, 19/15, 102/15-ZDIJZ-E, 7/18- ZDIJZ-
F) navaja, da so »informacije javnega značaja prosto dostopne pravnim ali fizičnim 
osebam« (prvi odstavek 5. člena ZDIJZ). Vsak prosilec ima pravico do ponovne uporabe 
informacij (tretji odstavek, 5. člena ZDIJZ), vendar pa se lahko prosilcu izjemoma zavrne 
dostop do zahtevane informacije, če prosilec zlorabi pravico do dostopa po tem zakonu ali 
je očitno, da je zahteva šikanoznega značaja (peti odstavek, 5.člena ZDIJZ). Organ lahko 
prosilcu zavrne dostop v primerih, ko je podatek opredeljen kot tajen, ko gre za podatek, 
ki je opredeljen kot poslovna skrivnost, in v primeru, ko gre za podatek, ki bi pomenil kršitev 




4 VIDIKI E-UPRAVE 
E-upravo proučujemo skozi pet vidikov: tehnološki, pravni, organizacijski, procesni in 
socialni, kakor prikazuje Slika 2. Vsi vidiki so medsebojno odvisni in se med seboj 
dopolnjujejo, kar omogoča delovanje portala (Vidiki e-uprave, 2021). 
Slika 2: Vidiki e-uprave 
 
Vir: lasten 
4.1 TEHNOLOŠKI VIDIK 
Tehnološki vidik izstopa v začetni fazi uvajanja eUprave, kjer je bilo potrebno pripraviti vso 
infrastrukturo za njeno delovanje. Pri tem ima pomembno vlogo tudi vseprisotnost 
uporabljene tehnologije med njenimi uporabniki (posamezniki, podjetja). Tehnologije, ki 
so bistvene za eUpravo, so internetne tehnologije, mobilni telefoni, pametne kartice, 
digitalne televizije in kioski. Kot pravijo Abramson, Therese in Morin (2003) prav visoka 
divergenca tehnologij in varnost informacij, ki se pretakajo po spletu, predstavlja veliko 
oviro pri gradnji e-uprave. Rešitev varovanja informacij je uporaba mehanizmov, ki 
omogočajo nepooblaščenim osebam dostop do le-teh. V nadaljevanju bomo opisali 
digitalno potrdilo in smsPASS, ki sta načina prijave v eUpravo, nato pa bomo razložili 




4.1.1 Digitalno potrdilo in smsPASS 
Z digitalnim potrdilom državljan izkazuje svojo identiteto, elektronsko podpisuje 
dokumente in jamči za vsebino elektronskih informacij, ki jih je posredoval.  
Digitalno potrdilo vsebuje:  
- enolično ime imetnika (ime in priimek); 
- elektronski naslov; 
- enolično serijsko številko, ki jo določi program za sprejem zahtevkov; 
- informacijo o preklicu; 
- javni ključ; 
- veljavnost;  
- ime overitelja; 
- overiteljev digitalni podpis, ki jamči pravilnost podatkov.  
Izda ga overitelj, ki izdaja potrdila in izvršuje storitve v povezavi z overjanjem in 
elektronskimi podpisi. Registrirani overitelji v Sloveniji so: Ministrstvo za javno upravo, 
Nova Ljubljanska banka, d. d., Banka Slovenije, Ministrstvo za obrambo, Pošta Slovenije, 
d. o. o., Halcom, d. d. (Ministrstvo za javno upravo, 2020a). 
Slika 3: Postopek pridobitve digitalnega potrdila 
 




Slika 3 prikazuje postopek pridobitve digitalnega potrdila. Bodoči imetnik osebno v prijavni 
službi odda vlogo, na podlagi katere bo pridobil digitalno potrdilo. Uslužbenec vlogo pošlje 
k overitelju. Ko overitelj pridobi vlogo, ta imetniku pošlje avtorizacijsko kodo po pošti in 
referenčno številko po e-pošti. Imetnik digitalno potrdilo prevzame tako, da na spletni 
strani SI-TRUST vpiše svojo avtorizacijsko kodo in referenčno številko, na podlagi katerih se 
zgenerira digitalno potrdilo. Uporabnik digitalno potrdilo nato prenese v obliki datoteke in 
ga varno shrani na svoj računalnik.  
Postopek pridobitve smsPASS 
Za pridobitev smsPASS, ki poleg kvalificiranega digitalnega potrdila omogoča elektronsko 
podpisovanje in zanesljivo identifikacijo uporabnika, je potrebna prijava v SI-PASS (storitev 
za spletno prijavo in e-podpis). Ko ima bodoči imetnik ustvarjen uporabniški račun (SI-
PASS), potrebuje še telefonsko številko in telefon, na katerega bo prejemal kratka 
sporočila. V primeru, ko bodoči imetnik nima kvalificiranega digitalnega potrdila, je 
potreben obisk prijavne službe na upravni enoti tekom aktivacije smsPASS.  
Uporabnik se prijavi v račun SI-PASS s kvalificiranim digitalnim potrdilom ali uporabniškim 
imenom in geslom ter aktivira smsPASS. V primeru, da se je uporabnik že identificiral s 
kvalificiranim digitalnim potrdilom, bo na naslov stalnega prebivališča prejel pošiljko z 
aktivacijsko kodo. Na svoj elektronski naslov pa prejme povezavo za nadaljevanje aktivacije 
smsPASS. Po prejetju aktivacijske številke mora uporabnik najprej na povezavi, ki jo je 
prejel na elektronski naslov, vnesti aktivacijsko številko in svojo telefonsko številko, na 
katero bo prejel enkratno geslo smsPASS v obliki sporočila. Na telefonsko številko prejme 
kodo, ki jo prepiše in s tem zaključi postopek aktivacije smsPASS.  
V obratnem primeru, ko se bo uporabnik vpisal samo z uporabniškim imenom in geslom, 
se bo moral ta identificirati še na upravni enoti. Uslužbenec bo identifikacijo preveril na 
podlagi priloženega osebnega dokumenta. Postopek aktivacije je enak kot pri identifikaciji 
z digitalnim potrdilom, le da pri tem uporabnik prejme aktivacijsko kodo na svoj elektronski 
naslov (SI-TRUST, 2021b). 
4.1.2 SIGOV-CA in SIGEN-CA 
SIGOV-CA je izdajatelj kvalificiranih digitalnih potrdil overitelja na Ministrstvu za javno 
upravo za državne organe. Digitalno potrdilo SIGOV-CA lahko prevzamejo zaposleni 
državnih organov ter organi, ki po zakonodaji veljajo za neposredne uporabnike državnega 
proračuna. Zahtevek izpolni uslužbenec državnih organov. S svojim podpisom na zahtevku 
predstojnik institucije jamči za identiteto bodočih imetnikov. Pisno zahtevo pošljejo 




SIGEN-CA izdaja digitalna potrdila za fizične osebe in poslovne subjekte. Fizične osebe 
lahko pridobijo digitalno potrdilo v primeru, da so dopolnile 15 let, imajo EMŠO in imajo 
slovensko davčno številko. V primeru, da je državljan, ki želi pridobiti digitalno potrdilo, 
invalidna oseba, lahko v njegovem imenu zahtevek odda njegov pooblaščenec z overjenim 
pooblastilom. Slovenci, ki prebivajo v tujini, lahko za digitalno potrdilo zaprosijo na 
diplomatskem konzularnem predstavništvu Republike Slovenije. Pridobijo ga tako, da 
državljan zahtevek poda osebno na UE ali prijavni službi SIGEN-CA. Digitalno potrdilo, 
izdano za fizično osebo, je brezplačno (SI-TRUST, 2021a). 
Digitalno potrdilo za poslovne subjekte lahko pridobijo tako pravne kot fizične osebe, ki so 
registrirane za opravljanje dejavnosti. Izdani so lahko zaposlenim, na njihovo ime ali za 
splošne nazive. Poleg tega lahko pridobijo še potrdilo za elektronske žige, ki se jih uporablja 
za celovitost in zagotovitev izvora podatkov in dokumentov, potrdilo za avtentikacijo 
spletišč, ki je dodeljeno za prenos pomembnih informacij, katere ne smejo biti javno 
dosegljive. Prav tako lahko pridobijo potrdilo za informacijske sisteme, ki se uporablja za 
komunikacijo med njimi. Digitalno potrdilo za poslovne subjekte je za razliko od digitalnih 
potrdil za fizične osebe plačljivo. Obračunava se za celotno obdobje veljavnosti digitalnega 
potrdila. Cene se razlikujejo glede na to, za kakšno zgoraj našteto vrsto potrdila gre (SI-
TRUST, 2020). 
4.1.3 IAAA 
Mehanizem IAAA skrbi za preverjanje uporabnikove identitete in nadzira uporabnikovo 
obnašanje (Getov, 2012). Na portalu eUprava se z njim srečujemo ob vpisu, kjer lahko 
uporabljamo digitalno potrdilo, in nam kasneje določa, do kakšnih vsebin imajo dostop 
različni uporabniki. Kratica sestoji iz začetnic štirih delov, ki sestavljajo mehanizem: 
1. IDENTIFIKACIJA (ang. identification). V prvem koraku se uporabnik predstavi s svojim 
uporabniškim imenom, identifikacijsko številko itd. Na ta način vemo, s kom imamo 
opravka. Problem je verodostojnost njegove trditve, zato je potrebno identiteto 
dokazati.  
2. OVERJANJE (ang. authentication). Uporabnik dokaže svojo identiteto v fazi overjanja. 
Identiteto se lahko dokazuje z nečim, kar vemo (geslo, PIN), nečim, kar posedujemo 
(ID, številka osebne izkaznice, davčna številka), nečim, kar imamo (prstni odtis, 
šarenica, geometrija obraza), nekje, kjer smo (IP naslov), nekaj, kar naredimo (podpis). 
Na portalu eUprava se za identifikacijo in overjanje lahko uporablja digitalno potrdilo, 
saj nosi podatke o tem kdo smo in je potrjeno iz strani overitelja, kar ga naredi 




3. AVTORIZACIJA (ang. authorization). Na podlagi uporabnikovega statusa so mu 
določene pravice, kaj vse lahko v aplikaciji počne. Zaposleni v javni upravi imajo na 
portalu eUprava drugačne pravice kot ostali uporabniki.  
Pravice različnih skupin uporabnikov so zapisane v dostopovnih matrikah, ki se hranijo 
na strežnikih. Pravice se ločijo na zmožnosti, ki jih ima uporabnik, ki pripada določeni 
skupini ter do katerih vsebin lahko dostopa. Stolpce v matriki navadno predstavljajo 
pravice, vrstice pa skupine uporabnikov. Če je vrednost na presečišču stolpca in vrstice 
postavljena na 1, pomeni, da ima uporabnik, ki pripada skupini v tisti vrstici, pravico 
tistega stolpca.  
4. BELEŽENJE (ang. auditing). Uporabnikova dejanja se beležijo, da se lahko kasneje 
spremlja njegovo obnašanje in tako aplikacijo lažje prilagaja ali odkrije nepravilnosti. 
Dejanja se zapisujejo v datoteke, podatki pa se uporabljajo za nadzor overjanja, analizo 
obnašanja in pregled dodeljenih virov. 
4.1.4 Šifriranje in dešifriranje sporočil ter elektronsko podpisovanje  
ŠIFRIRANJE 
Da bi zagotovili tajnost sporočil oz. varno elektronsko izmenjavo podatkov se sporočila po 
spletu ne smejo pretakati v surovi obliki, temveč jih je potrebno šifrirati. Veda, ki se ukvarja 
s šifriranjem in dešifriranjem sporočil, se imenuje kriptografija. Beseda izvira iz grških besed 
»kryptos«, ki pomeni skriven, in »graphein«, ki pomeni pisanje.  
Poznamo simetrični in asimetrični šifrirni algoritem. Pri simetričnem se za šifriranje in 
dešifriranje uporablja enak ključ, kar je slabost tega pristopa, saj lahko pride do 
prisluškovanja in se tako ogrozi tajnost skupnega ključa. Asimetričen z razliko od 
simetričnega uporablja dva ključa, in sicer javni ter zasebni ključ. Javni ključ je, kot že ime 
pove, javno dostopen vsem, medtem, ko je zasebni ključ varno shranjen pri imetniku. 
Razliko med šifriranjem s simetričnim in asimetričnim algoritmom prikazuje Slika 4 





Slika 4: Levo diagram šifriranja s simetričnim algoritmom, desno šifriranja z 
asimetričnim algoritmom. 
   
Vir: Perlman, Kaufman & Speciner (2016) 
ELEKTRONSKI PODPIS 
Elektronski podpis opredeljuje Zakon o elektronskem poslovanju in elektronskem podpisu 
(ZEPEP, Uradni list RS, št. 57/00- ZEPEP, 30/01- ZODPM-C, 25/04- ZEPEP-A, 98/04- ZEPEP-
UPB1, 46/14- ZEPEP-B). Ta določa, da je elektronski podpis niz podatkov v elektronski 
obliki, ki so logično povezani z drugimi podatki in je namenjen identifikaciji podpisnika in 
pristnosti dokumenta. 
Elektronski podpis mora zagotavljati (SI-TRUST, 2021c): 
- avtentičnost, kar pomeni, da verjamemo, da je podpisnik res tisti, za katerega se 
izdaja); 
- podpisa ni mogoče kopirati; 
- podpisa ni mogoče ponarediti; 
- že podpisanih dokumentov se ne da spremeniti; 
- podpisa se ne da zanikati, kar pomeni, da tisti, ki je podpisal dokument, ne more 
zanikati, da ga ni podpisal.  
Obstaja več načinov za elektronsko podpisovanje, vendar pa ni vsak način zanesljiv v 
smislu, da bi bil enakovreden lastnoročnemu podpisu. Edini enakovreden podpis, ki ga 
lahko enačimo z lastnoročnim podpisom, je varen elektronski podpis, ki je dobljen z 
asimetričnim parom ključa (Pinterič & Svete 2007, str. 179). 
VAREN ELEKTRONSKI PODPIS 
Zakon o elektronskem poslovanju in elektronskem podpisu (ZEPEP, Uradni list RS, št. 




določa, da je varen elektronski podpis overjen s kvalificiranim potrdilom in je glede 
podatkov v elektronski obliki enakovreden lastnoročnemu podpisu ter ima zato enako 
veljavnost in dokazno vrednost. 
O varnem elektronskem podpisu govorimo takrat, kadar je povezan izključno s 
podpisnikom, je iz njega mogoče ugotoviti podpisnika, je ustvarjen s sredstvi za varno 
elektronsko poslovanje, ki so izključno pod podpisnikovim nadzorom, in je povezan s 
podatki, na katere se nanaša, tako da je opazna vsaka naknadna sprememba podatkov.  
Kvalificiran elektronski podpis je varen elektronski podpis, kar pomeni, da ima enako 
veljavnost in dokazno vrednost kot lastnoročni podpis (Lesjak, 2008).  
DIGITALNO PODPISOVANJE IN TAJNOST SPOROČILA 
Prej opisano šifriranje z asimetričnim algoritmom lahko nadgradimo z digitalnim 
podpisovanjem. Digitalni podpis dokumentu oz. sporočilu daje večjo kredibilnost. 
Uporablja se za avtentikacijo podpisnika, poleg tega pa zagotavlja integriteto sporočilu, to 
pomeni, da lahko preverimo, če je bilo sporočilo po podpisu spremenjeno. Sporočilo, ki ga 
želi pošiljatelj poslati prejemniku, zaklene s svojim tajnim ključem tako, da najprej z 
zgostitveno funkcijo izračuna povzetek sporočila in ga zaklene s svojim tajnim ključem. 
Dobljen povzetek skupaj s svojim tajnim ključem pripne sporočilu kot digitalni podpis. Ko 
prejemnik prejme sporočilo, želi preveriti digitalni podpis, zato najprej izračuna povzetek 
sporočila, nato pošiljateljev povzetek odklene s pošiljateljevim javnim ključem (Slika 5). 
Oba povzetka primerja. V primeru, da se povzetka ujemata, je sporočilo verodostojno in 
identiteta pošiljatelja potrjena (Pinterič, Svete 2007, str. 179). 
Slika 5: Digitalno podpisovanje 
 




4.2 PRAVNI VIDIK 
Pri pravnem oz. zakonskem vidiku je bila potrebna priprava in sprejetje vseh ustreznih 
zakonov in hkrati ustrezna sistemska ureditev pogojev za varno in pravno legalno 
poslovanje. Zakoni, ki so jih v Sloveniji sprejeli, so:  
• Zakon o elektronskem poslovanju in elektronskem podpisu (ZEPEP, Uradni list RS, 
št. 57/00- ZEPEP, 30/01- ZODPM-C, 25/04- ZEPEP-A, 98/04- ZEPEP-UPB1, 46/14- 
ZEPEP-B). »Ta zakon ureja elektronsko poslovanje, ki zajema poslovanje v 
elektronski obliki z uporabo informacijske in komunikacijske tehnologije in uporabo 
elektronskega podpisa v pravnem prometu, kar vključuje tudi elektronsko 
poslovanje v sodnih, upravnih in drugih podobnih postopkih, če zakon ne določa 
drugače.« 
• Zakon o splošnem upravnem postopku (ZUP, Uradni list RS, št. 24/06 – uradno 
prečiščeno besedilo, 105/06 – ZUS-1, 126/07, 65/08, 8/10, 82/13 in 175/20 – 
ZIUOPDVE). »Po tem zakonu morajo postopati upravni in drugi državni organi, 
organi samoupravnih lokalnih skupnosti in nosilci javnih pooblastil, kadar v 
upravnih zadevah, neposredno uporabljajoč predpise, odločajo o pravicah, 
obveznostih ali pravnih koristih posameznikov, pravnih oseb in drugih strank.« 
• Zakon o varstvu osebnih podatkov (ZVOP, Uradni list RS, št. 86/04-ZVOP-1, 113/05-
ZInfP, 51/07- ZUstS-A, 67/07- ZVOP-1A, 94/07- ZVOP-1-UPB1). »S tem zakonom se 
določajo pravice, obveznosti, načela in ukrepi, s katerimi se preprečujejo neustavni, 
nezakoniti in neupravičeni posegi v zasebnost in dostojanstvo posameznika 
oziroma posameznice (v nadaljnjem besedilu: posameznik) pri obdelavi osebnih 
podatkov.« 
• Zakon o dostopu do informacij javnega značaja (Uradni list RS št. 24/03-ZDIJZ, 
61/05- ZDIJZ-A, 96/05- ZDIJZ-UPB1, 109/05 - ZDavP-1B, 113/05-ZInfP, 28/06-ZDIJZ-
B, 51/06- ZDIJZ-UPB2, 117/06-ZDavP-2, 23/14-ZDIJZ-C, 50/14-ZDIJZ-D, 19/15, 
102/15-ZDIJZ-E, 7/18- ZDIJZ-F). »Ta zakon ureja postopek, ki vsakomur omogoča 
prost dostop in ponovno uporabo informacij javnega značaja, s katerimi 
razpolagajo državni organi, organi lokalnih skupnosti, javne agencije, javni skladi in 
druge osebe javnega prava, nosilci javnih pooblastil in izvajalci javnih služb (v 
nadaljnjem besedilu: organi).« 
• Uredba o pogojih za elektronsko poslovanje in elektronsko podpisovanje (Uradni 
list RS, št. 77/00, 2/01, 86/06 in 46/1). »Ta uredba določa: merila, ki se uporabljajo 
za presojanje izpolnjevanja zahtev za delovanje overiteljev, ki izdajajo kvalificirana 
potrdila, podrobnejšo vsebino notranjih pravil overiteljev, ki izdajajo kvalificirana 
potrdila, podrobnejše tehnične pogoje za elektronsko podpisovanje in preverjanje 




pogoje glede uporabe varnih časovnih žigov, vrsto in uporabo označbe akreditiranih 
overiteljev, pogoje za elektronsko poslovanje v javni upravi.« 
• Uredba o upravnem poslovanju (Uradni list RS, št. 9/18, 14/20 in 167/20). »Ta 
uredba ureja upravno poslovanje organov državne uprave, organov samoupravnih 
lokalnih skupnosti ter drugih pravnih in fizičnih oseb, če na podlagi javnih pooblastil 
opravljajo upravne naloge (v nadaljnjem besedilu: organ) in ni s to uredbo določeno 
drugače.« 
eIDAS je uredba in je sistem varne elektronske medsebojne komunikacije po vsej EU med 
državljani, podjetji in javnimi organi. Je okrajšava za storitve elektronske identifikacije in 
zaupanja. Cilj uredbe je povečati zaupanje v elektronske transakcije oz. okrepiti zaupanje 
posameznikov, pravnih oseb in javnih oblasti v digitalni svet. Namen je zagotoviti skupno 
podlago za pravno in varno elektronsko poslovanje na območju EU. eIDAS zakonsko 
opredeljuje elektronsko podpisovanje, časovne žige in uporabo certifikatov za overjanje ob 
vstopu v spletne portale, kamor sodi tudi eUprava. Na področju elektronskega 
podpisovanja določa zahteve za napredne elektronske podpise, uporabo elektronskih 
podpisov v javnih službah in opredeljuje zahteve ter uporabo overjenih elektronskih 
podpisov (ICO, 2021). 
SI-TRUST skrbi za varno in prijazno e-poslovanje uporabnikov. Poleg izdajanja digitalnih 
potrdil skrbi za sistem v povezavi s spletno prijavo, mobilno identiteto smsPASS, e-podpis 
SI-PASS. Prav tako skrbi za e-vročanje in centralni sistem e-pooblaščanje SI-CeP. SI-PASS 
omogoča storitvam, ki za prijavo uporabljajo digitalna potrdila in podobne načine prijave, 
identifikacijo in avtentikacijo. Je prijavna storitev za portal eUprava. Preko SI-PASS se lahko 
prijavijo tudi državljani drugih držav EU ter tujci, ki imajo ustrezno sredstvo za prijavo. V 
nastajanju je tudi storitev SI-CeP, s katero bo uporabnik lahko pooblastil drugo osebo za 
oddajanje elektronskih vlog (Ministrstvo za javno upravo, 2021e), 
Državni center za storitev zaupanja SI-TRUST deluje v skladu z (SI-TRUST, 2021):  
- Uredbo (EU) št. 910/2014 Evropskega parlamenta in Sveta o elektronski identifikaciji 
in storitvah zaupanja za elektronske transakcije na notranjem trgu in razveljavitvi 
Direktive 1999/93/ES; 
- Uredbo o izvajanju Uredbe (EU) o elektronski identifikaciji in storitvah zaupanja za 
elektronske transakcije na notranjem trgu in razveljavitvi Direktive 1999/93/ES 
(Uradni list RS, št. 46/16); 
- Uredbo (EU) št. 679/2016 Evropskega parlamenta in Sveta o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi 
Direktive 1995/46/ES (Uradni list EU, št. L 119/1); 




4.3 PROCESNI VIDIK 
Procesni vidik mora omogočiti spremembo načina komuniciranja uprave z državljani, 
podjetji, organizacijami in tudi znotraj uprave same. V ta namen je potrebno prenoviti 
postopke in procese ter jih uskladiti s pogoji, ki jih določata pravni in tehnološki vidik. 
Posledično je bilo potrebno prenoviti informacijske sisteme in podatkovne zbirke ter jih 
prilagoditi novim procesom. 
V javni upravi morajo biti za izmenjavo podatkov med evidencami izpolnjeni določeni 
pogoji. Pogoji, ki so določeni, so: organizacijski okvir, ustrezna vsebina evidenc in smerni 
tehnični predpogoji. V organizacijski okvir spadajo zakonske podlage, ustrezni postopki, 
jasna odgovornost in natančno definirani upravljalci evidenc. Pomembna je tudi ustrezna 
vsebina evidenc (točnost in ažurnost podatkov). Zagotovljena pa mora biti tudi ustrezna 
tehnologija za hranjenje in dostop do podatkov, varno omrežje in zaščitni mehanizmi. 
Organi javne uprave uporabljajo naslednje podatkovne zbirke:  
- Centralni register prebivalstva (e-CRP);  
- Register prostorskih enot (e-RPE); 
- Poslovni register (e-PRS). 
e-CRP hrani podatke o prebivalstvu Slovenije z namenom spremljanja stanja in gibanja 
prebivalstva za potrebe državnih organov in drugih uporabnikov, ki jih potrebujejo. V 
registru se podatki o osebi hranijo še 100 let po odselitvi iz države ali smrti. Ko ta čas 
preteče, se podatki v nadaljnje hranjenje predajo Arhivu RS.  
e-CRP hrani podatke v naslednjih kategorijah:  
- državljani RS, ki imajo stalno ali začasno prebivališče v RS; 
- državljani, ki so stalno ali začasno odsotni za več kot 3 mesece iz RS; 
- tujci, ki imajo dovoljenje za stalno ali začasno prebivanje v RS; 
- tujci, ki nimajo dovoljenja za prebivanje, imajo pa določene pravice ali obveznosti na 
ozemlju RS. 
Osebni podatki, ki se hranijo, so:  
- ime, priimek, kraj rojstva, EMŠO, državljanstvo, prebivališče, volilna pravica, zakonski 
stan; 
- EMŠO matere, očeta, zakonca in otrok; 
- podatki o dogodkih, spremembah in popravkih v registru.  




Register prostorskih enot je podatkovna baza z lokacijskimi in opisnimi podatki prostorskih 
enot. Vodijo ga geodetske pisarne, območne geodetske uprave in glavni urad. V posamični 
prostorski enoti hranijo slednje podatke:  
- vrsta prostorske enote, ime prostorske enote, površina; 
- podatki o meji, medresorski identifikator prostorske enote.  
Na osnovni register RPE so vezani tudi ostali registri. To so register nepremičnin, zemljiška 
knjiga, zemljiški kataster, kataster stavb … 
V poslovnem registru se hranijo podatki o poslovnih subjektih, ki opravljajo kakršno koli 
pridobitno ali nepridobitno dejavnost. Register o poslovnih subjektih shranjuje in obdeluje 
naslednje podatke:  
- polno ime, kratko ime, matična številka, sedež ter naslov subjekta; 
- glavna dejavnost in ostale dejavnosti; 
- davčna številka; 
- pravno-organizacijska struktura subjekta; 
- podatki o ustanovitelju, zastopniku; 
- podatki o spremembah, izbrisu itn. 
Zakon o Poslovnem registru Slovenije (Uradni list RS, št. 49/06, 33/07 – ZSReg-B, 19/15 in 
54/17) določa, da zgoraj navedene podatke upravljalec registra hrani deset let od izbrisa 
enote iz poslovnega registra. Trajno se hranijo le sklepi in potrdila o vpisu. V primeru, ko je 
dokumentacija za vpis v papirni obliki, pa jo hranijo le dve leti na točki za podporo 
poslovnim subjektom, ki je dokumentacijo prejela (23. člen, drugi odstavek). 
Poleg opisanih registrov v informacijsko podatkovno infrastrukturo spadajo tudi druge 
evidence. Ena od pogosteje uporabljenih podatkovnih zbirk je evidenca motornih vozil, 
imenovana tudi matični register vozil (MRVL), kjer se trajno hranijo podatki o vozilu in 
lastniku vozila.  
4.4 ORGANIZACIJSKI VIDIK  
Pri organizacijskem vidiku se s prehodom na e-upravo spreminja način komuniciranja 
uprave z uporabniki in spreminjanje notranjega ustroja upravnih sistemov ter tehnološke 
osnove. Gre za korenito prenovo uprave, ki povečuje učinkovitost, dostopnost, 




4.4.1 Upravni postopki 
Upravni postopek, ki ga ureja ZUP – Zakon o upravnem postopku, je skupek dejanj, ki 
privede do odločitve v upravni zadevi. Lahko se začne na zahtevo stranke ali po uradni 
dolžnosti, če tako določa zakon. Zaključi se z izdajo sklepa ali odločbe.  
Na Upravnih enotah se urejajo upravne zadeve, kot so:  
- prijava rojstva; 
- pridobivanje javnih listin; 
- prijava in odjava prebivališča; 
- sprememba osebnega imena;  
- pridobivanje enotnega dovoljenja za tujce; 
- nabava in registracija orožja; 
- kmetovanje, pridobitev statusa kmeta; 
- registracija podjetja, prijava osebnega dopolnilnega dela; 
- gradbeno in uporabno dovoljenje; 
- vojni invalidi, žrtve vojnega nasilja in vojni veterani.  
Storitve, ki jih državljani oz. imetniki kvalificiranih digitalnih potrdil, izdanih v RS, lahko 
opravijo v celoti na portalu eUprava, so obrazci, ki so na voljo v elektronski obliki. Poleg 
obrazcev je možna tudi prijava in odjava stalnega prebivališča, ki je druga največkrat po e- 
poti oddana elektronska vloga. Možna je tudi sprememba osebnega imena polnoletne 
osebe, spletno podaljšanje prometnega dovoljenja, vpogled v osebne podatke itd. Obrazce 
oz. vloge državljani izpolnijo, podpišejo s kvalificiranim digitalnim potrdilom in pošljejo po 
elektronski poti k pristojnemu organu.  
Vseh upravnih storitev ni moč izvajati preko elektronske poti, zato je še vedno potrebno 
upravni postopek, kot je npr. izdaja gradbenega dovoljenja (kompleksen in zapleten 
upravni postopek), delno izvesti osebno pri upravnem pristojnem organu za gradbene 
zadeve. Primeri postopkov, ki jih ni mogoče v celoti opraviti v elektronski obliki, so:  
- izdaja gradbenega dovoljenja; 
- pridobitev potnega lista; 
- pridobitev osebne izkaznice; 
- pridobitev vozniškega dovoljenja; 
- odjava vozila; 
- sprememba osebnega imena otroka; 
- prijava k sklenitvi zakonske zveze; 




- sprememba nosilca, članov kmetije in zaposlenih na kmetiji; 
- dovoljenje za opravljanje dopolnilne dejavnosti na kmetiji; 
- pridobitev dovoljenja za zbiranje orožja. 
Pri postopku izdaje gradbenega dovoljenja lahko elektronsko z digitalnim potrdilom lastnik 
odda vlogo za začetek gradnje, vendar pa gradbeni zakon (GZ Uradni list RS, št. 61/17-
GZ, 72/17-GZ ,65/20-GZ-A) določa, da so v postopku izdaje gradbenega dovoljenja 
pogostokrat potrebni stranski udeleženci. Pri tem gre za lastnika nepremičnine in lastnika 
zemljišča, osebe, ki izkažejo pravno korist, in druge osebe, katere določa zakon (drugi 
odstavek, 36. člen). Z vabilom organ vabi stranke, izvedence, priče in ostale udeležence v 
posamezna procesna dejanja. Povabi lahko le tiste, katerih navzočnost je potrebna za 
ugotovitev dejanskega stanja. Organ lahko navzoče vabi s fizično pošto, po elektronski poti 
ali z javnim naznanilom. Z javnim naznanilom vabi, ko je potrebno povabiti večje število 
oseb, ki organu niso znane. Takšno vabilo se izobesi na oglasno desko ali se objavi 
elektronsko na spletu (Jerovšek in Kovač, 2017), 
Prav tako državljan oz. imetnik kvalificiranega digitalnega potrdila po elektronski poti ne 
more oddati vloge za izdajo osebne izkaznice. Po zakonu o osebni izkaznici (ZOIzk-1 Uradni 
list RS, št. 35/11) mora vlogo za izdajo izkaznice vložiti državljan osebno pri organu, 
pristojnem za izdajo osebne izkaznice (prvi odstavek, 12. člen).  
Poleg teh dveh upravnih postopkov, ki jih ni mogoče izvesti v elektronski obliki, je tudi 
pridobitev dovoljenja za zbiranje orožja. Zakon o orožju ZOro-1 (Uradni list RS, št. 61/00- 
ZOro-1, 73/04-ZOro-1, 23/05- ZOro-1–UPB1, 85/09- ZOro-1B) določa, da se »vloga za izdajo 
orožne listine vloži pri pristojnem organu. Vlogo za izdajo orožnega lista posameznik vloži 
pri pristojnem organu osebno.« 
4.4.2 Vloge 
Glede na vsebino ali cilj poznamo več vrst vlog. Med njih spadajo zahtevki, pritožbe, 
prošnje, predlogi, ugovori itd. Poimenovanje vloge nima vpliva na presojo, sej ta vedno 
temelji na vsebini, prav tako pa napačno poimenovanje ne prinaša nobenih pravnih 
posledic.  
Po ZUP je način vložitve vloge določen tako, da stranka praviloma sama določi, kako bo 
vlogo vložila. Vloga je lahko pisna ali ustno podana na zapisnik pri upravnem organu. Za 
pisno vlogo velja, da je vloga poslana po pošti, izročena osebno organu ali oddana po 
elektronski poti z veljavnim e-podpisom. Vloga, oddana z veljavnim e-podpisom, nosi 
enako težo kot fizična vloga, saj je e-podpis (podpis s kvalificiranim digitalnim potrdilom) 




Vloge, ki so oddane telefonsko, ali vloge, ki so oddane elektronsko brez e-podpisa, so 
veljavne samo v zadevah, kjer tako določi vlada z uredbo. Vloga, ki je oddana ustno, brez 
zapisnika, velja le v dveh primerih: ko stranka želi zahtevo za vpogled ali za izdajo potrdila 
iz uradnih evidenc. 
Za oddane vloge so določene minimalne potrebne sestavine, da jih lahko organ obravnava. 
Minimalne sestavine, ki jih mora vloga vsebovati po ZUP, so:  
1. Ime in priimek ter naslov vlagatelja ali njegovega zakonitega zastopnika oz. 
pooblaščenca. 
2. Organ, kateremu se vloga pošilja. 
3. Opredeljen zahtevek oz. kaj vložnik uveljavlja. 
4. Podpis vložnika, tj. lastnoročni podpis ali varni elektronski podpis.  
K vlogam ni potrebno prilagati potrdil ali drugih izpiskov iz uradnih evidenc, ki jih vodijo 
državni organi, nosilci javnih pooblastil ali organi samoupravnih lokalnih skupnosti, saj si 
jih morajo organi po dolžnosti priskrbeti sami (Jerovšek in Kovač, 2017, str. 120). 
Uredba o upravnem poslovanju (Uradni list RS, št. 14/20, 167/20) določa, da pošto, ki je 
naslovljena na organ, prejme glavna pisarna, jo odpre, pregleda in evidentira v evidenco 
dokumentarnega gradiva preko informacijskega sistema (prvi odstavek, 35.člen). Enako je 
s pošto, poslano v elektronski obliki. Pošta v elektronski obliki, ki je naslovljena neposredno 
na javne uslužbence, se pošlje glavni pisarni (peti odstavek, 35. člen). Če je pošta, ki je 
poslana po elektronski poti, naslovljena na organ, jo organ prejme neposredno v 
informacijski sistem za vodenje evidence dokumentarnega gradiva (šesti odstavek, 
35. člen). Prednost elektronske pošte je v tem, da pošte organ za potrebe evidentiranja ne 
tiska (sedmi odstavek, 35. člen). Poleg tega se pošta v elektronski obliki prejema ves čas, 
medtem ko se pošta v fizični obliki prejema le v času poslovanja organa (prvi odstavek, 
36. člen). V fizični obliki se za čas prejema pošte šteje čas, ko je javni uslužbenec pošto 
prevzel, medtem ko se za pošto, oddano v elektronski obliki, šteje čas, ko je pošta prispela 
v informacijski sistem (drugi odstavek, 36. člen). Javni uslužbenec mora na zahtevo stranke 
potrditi prejem vloge. V primeru oddane vloge v fizični obliki uslužbenec potrdi prejem 
tako, da na kopijo dokumenta navede organ, datum in svoj podpis (prvi odstavek, 42. člen). 
Prispele pošte v elektronski obliki uslužbenec ne potrjuje, saj informacijski sistem 
samodejno potrdi prejem. Stranka, ki je vlogo oddala, prejme sporočilo na svoj elektronski 
naslov. V sporočilu je celotna vsebina z datumom in časom prejema vloge (drugi odstavek, 
42. člen). 
Uslužbenec s strani glavne pisarne prejme elektronsko vlogo v svoj službeni elektronski 




podpisa. Pri odločanju pridobiva podatke s fizičnim vpogledom ali elektronskim vpogledom 
v uradno evidenco (prvi odstavek, 91.člen). V primeru, da uslužbenec prosi za podatke iz 
drugih upravljalcev po elektronski poti, mora zahtevo podpisati s kvalificiranim 
elektronskim podpisom, iz nje pa mora biti razvidno, da je sporočilo poslala pooblaščena 
oseba (tretji odstavek, 91. člen). Ko ima uslužbenec na voljo podatke iz uradne evidence in 
do njih lahko neposredno dostopa sam, jih je dolžan pridobiti. Po pridobitvi mora 
zabeležiti, do katerih podatkov je dostopal ter kdaj in iz kje jih je pridobil (prvi odstavek, 
92.člen).  
Ko javni uslužbenec odloči o vlogi, mora ta končno odločbo poslati stranki. Odločbo lahko 
pošlje na dva načina, in sicer v fizični obliki po pošti ali v elektronski obliki, če ima stranka 
urejen varen elektronski predal. Uredba o upravnem poslovanju določa, da se lahko 
elektronsko vročanje opravi le v primeru, da ima stranka dovoljenje ministrstva, 
pristojnega za javno upravo (prvi odstavek, 86. člen). V primeru, da se uslužbenec odloči 
odločbo vročiti elektronsko, mora najprej preveriti obstoj varnega elektronskega predala 
(prvi odstavek, 86. člen). Med prenosom iz informacijskega sistema za vročanje do 
elektronskega predala so podatki zaščiteni tako, da nepooblaščene osebe ne morejo 
dostopati do vsebine (četrti odstavek, 86. člen).  
4.5 SOCIALNI VIDIK 
Uporabo eUprave močno določa socialni vidik. Starost populacije, izobrazba in 
opremljenost z informacijsko-komunikacijsko tehnologijo so le nekateri izmed dejavnikov. 
Leta 2017 je bila opravljena raziskava, katere namen je bil ugotoviti razloge, zakaj nekdo 
nima digitalnega potrdila, ki je potrebno za izvajanje upravnih postopkov na eUpravi 
(Grafikon 1).  
Izkazalo se je, da velika večina ljudi meni, da digitalnega potrdila ne potrebujejo, ne vedo, 
zakaj bi ga potrebovali, ali še niso slišali zanj. Poleg tega nezanemarljiv delež ljudi trdi, da 
nimajo ustreznega znanja za njegovo namestitev oz. uporabo, ne vedo, kje ga lahko 




Grafikon 1: Razlogi za neuporabo digitalnega potrdila 
 
Vir: Statistični urad RS (2021a) 
Grafikon 2: Pogostost uporabe interneta pri posameznikih po starostnih razredih 
 
Vir: Statistični urad RS (2021b) 
Grafikon 2 prikazuje pogostost uporabe interneta pri posameznikih po starostnih razredih. 
Pred časom je po tehnologiji posegalo le nekaj posameznikov, danes pa je tehnologija 
močno vpeta v družbo in si brez nje skoraj ne predstavljamo življenja. Poseganje po IKT v 
Sloveniji je v primerjavi z drugimi državami po svetu dokaj na visoki ravni, izjema se kaže 
pri starostnikih. Kot pravi Ramovš (2012), jih v primerjavi z EU, kjer 40 % starostnikov in 
neaktivnih prebivalcev uporablja IKT, to v Sloveniji uporablja le 24 %, ki menijo, da uporaba 
























































pred uporabo ali pa jim primanjkuje znanja, glede na njihove prihodke pa jim to predstavlja 
velik zalogaj za nakup naprav oz. računalnikov. To potrjuje Grafikon 2, iz katerega je možno 
razbrati, da do interneta vsakodnevno dostopajo predvsem pripadniki mlajših generacij 
(16–54 let), medtem ko je pri starejših generacijah (55–74 let) uporaba interneta na dnevni 
ravni mnogo manjša.  
V letu 2020 sta Lenart in Ovsenik preučila odnos ljudi, ki so stari 65 let in več, do sodobnih 
tehnologij in njihovo uporabo. Stanje staranja prebivalstva se iz leto v leto povečuje, zato 
bi bila potrebna večja ozaveščenost starejših na področju IKT (Lenart, Ovsenik, 2020). Poleg 
tega lahko tehnologija izboljša kakovost življenja starih ljudi. Kot pravita Stepanek in Birsa 
(2014) uporaba tehnologije pri starejših spodbuja aktivnost možganov in s tem preprečuje 




5 EMPIRIČNI DEL 
Kljub mnogim pozitivnim lastnostim, ki so bile opisane v diplomskem delu, ljudje portal 
eUprava redko uporabljajo. V tem poglavju bo predstavljena anketa, s pomočjo katere si 
bomo lahko bolje razlagali odnos ljudi do portala eUprava. Kontaktirali smo tudi 
uslužbenko na Upravni enoti in jo povprašali o poteku reševanja vlog glede na način, kako 
so bile oddane. 
5.1 POTEK ANKETE IN REZULTATI 
Glavni cilj ankete je bil ugotoviti, zakaj ljudje ne uporabljajo portala eUprava. Anketa o 
zaupanju v upravne postopke na portalu eUprava je bila objavljena na družbenih omrežjih 
4. 3. 2020 in bila zaključena 4. 6. 2020.  
Anketa je bila objavljena na družbenih omrežjih, kjer je bilo objavljeno povabilo k 
sodelovanju pri spletni anketi. Na anketo je kliknilo 109 ljudi, ustrezno pa jo je rešilo 68 
anketirancev. V anketi so sodelovale različne generacije ljudi. Vsebovala je 19 kratkih 
vprašanj. Od tega je bilo 6 vprašanj odprtega tipa, na katera so anketiranci odgovarjali 
opisno, brez vnaprej ponujenih možnosti odgovorov, in 13 vprašanj zaprtega tipa, kjer so 
anketiranci izbrali enega ali več možnih odgovorov.  
Na anketo se je odzvalo več žensk kot moških, in sicer 44 žensk (65 %) ter 24 moških (35 %) 
(Tabela 1). Iz prikazanih podatkov je razvidno, da je kar 51,5 % anketirancev sorazmerno 
mladih (od 20 do 25 let). Okoli 29,4 % anketirancev spada v starostno skupino od 25 do 
35 let. Prav tako so bile v anketo vključene tudi starejše generacije, in sicer je na anketo 
odgovorilo 7,4 % ljudi, ki spadajo v starostno skupino od 35 do 45 let ter 11,8 % ljudi, ki 
spadajo starostno skupino od 45 let naprej.  
Tabela 1: Demografska struktura anketirancev po spolu 
Spol Frekvenca Odstotek 
Moški 24 35 % 
Ženski 44 65 % 






Grafikon 3: Izobrazba anketiranih 
 
Vir: lasten 
Med anketiranci jih je 23 dokončalo gimnazijsko oziroma srednje poklicno-tehnično 
izobraževanje, kar je 34 %. Malo manj, in sicer 22 jih je dokončalo visokošolski strokovni in 
univerzitetni program (1. bol. st.), kar v odstotkih znaša 32 %. Najmanj anketirancev je z 
dokončanim doktoratom znanosti (1,5 %). Nihče izmed vprašanih nima nedokončane 
osnovne šole, nižjega poklicnega izobraževanja, doktorata znanosti po bolonjskem 
sistemu, specializacije po višješolskem programu ali visokošolskem programu (Grafikon 3). 
Tabela 2: Seznanjenost z obstojem eUprave 
Odgovor Frekvenca Odstotek 
Da 55 82 % 
Ne 12 18 % 
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Tabela 2 prikazuje seznanjenost ljudi o portalu eUprava. V grafu vidimo, da je precejšnja 
večina ljudi že slišala za portal eUprava. Z da je odgovorilo 55 oseb, kar je 82 %, medtem 
ko je z ne odgovorilo 12 oseb (18 %). Glede na izobrazbo je odgovorilo z da največ tistih, ki 
so dokončali visokošolski strokovni in univerzitetni program, in sicer 36 %. To lahko 
pripišemo dejstvu, da iz leta v leto vedno več fakultet zahteva digitalno potrdilo za vstop v 
informacijski sistem za nadzor nad šolanjem, kot je npr. Studis. Anketiranci, ki so kot 
odgovor izbrali da, spadajo v vse starostne skupine: mlajšo (do 30 let), srednjo (od 30 do 
50 let) in starejšo (50 let in več). To dejstvo prikazuje, da starost nima vpliva na 
seznanjenost z obstojem eUprave. 
Tretje vprašanje je bilo opisnega tipa, kjer so anketiranci zapisali, kje so slišali za portal 
eUprava. Anketiranci so za portal eUprava največkrat slišali preko interneta in na fakulteti. 
Nekateri so zapisali, da so za eUpravo slišali na upravni enoti, preko pogovorov s prijatelji, 
na televiziji in v medijih. 
 
Grafikon 4: Vzrok za obisk portala eUprava 
 
Vir: lasten 
Namen eUprave ni samo oddaja vlog, za kar uporabnik potrebuje kvalificirano digitalno 
potrdilo. Poleg oddaje vlog lahko uporabnik dostopa do različnih informacij, za katere ne 















Grafikon 4 prikazuje, s kakšnim namenom so uporabniki že uporabili portal eUprava. 
Anketiranci so imeli možnost izbrati več odgovorov. Sodeč po odgovorih so anketiranci na 
portalu eUprava najpogosteje iskali informacije (53 %). Za iskanje informacij na portalu 
uporabnik ne potrebuje digitalnega potrdila. Najmanj anketirancev je opravilo prijavo na 
portalu (16 %) in oddalo vlogo (26 %), kar potrjuje dejstvo, da ljudje vlog in drugih 
postopkov na portalu eUprava ne opravljajo. Ostali, ki so odgovorili z drugo (21 %), so 
navedli, da portala še niso uporabljali, ker niso imeli potrebe ali pa so do njega dostopali 
brez specifičnega namena.  
Grafikon 5: Razlogi za neoddajo elektronske vloge 
 
Vir: lasten 
Med glavnimi razlogi zakaj anketiranci niso oddali nobene vloge, se jih je večina opredelila, 
da nimajo urejenega digitalnega potrdila, takšnih je 61 %. En anketiranec (2 %) je odgovoril, 
da je poskušal oddati vlogo, a mu ni uspelo, razloga za to ni navedel. Prav tako jih je 6 
(12 %) odgovorilo, da se ne spoznajo na tehnologijo, razlog bi lahko bila starost in 
nepoznavanje tehnologij, saj so na to vprašanje odgovorile osebe iz starejše starostne 
skupine. 7 (14 %) jih je odgovorilo, da je vlogo lažje oddati fizično na UE kot jo oddati v 
elektronski obliki. 11 oseb (22 %) je izbralo odgovor drugo in zapisalo, da do sedaj še niso 
imeli potrebe po upravnih postopkih, ki jih ponuja eUprava. Takšen rezultat prikazuje, da 
ljudje še vedno niso pripravljeni na digitalizacijo upravnih postopkov. Nekaj (6 %) pa je tudi 
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Anketiranci, ki so vlogo že oddali v elektronski obliki, so v večji meri (60 %) zadovoljni s 
postopkom na portalu eUprave, in le manjši del (20 %) jih je bilo nezadovoljnih (Grafikon 
6).  
Anketiranci so na vprašanje, ali so koga seznanili s portalom eUprava, v večini odgovorili z 
ne. 12 % anketirancev pa je na vprašanje odgovorilo z da. V opisu, kaj so jim predstavili, so 
zapisali, da so jim predstavili, kaj na splošno eUprava ponuja in kakšne postopke lahko 
opraviš preko spleta. Razložili so jim, kako lahko preko eUprave pridobijo po elektronski 
poti potrdilo o nekaznovanju, preprosto oddajajo obrazce za dohodnino ... Dodali so, da je 
bil odziv pozitiven, nad čimer so sicer bili presenečeni. 
Tabela 3: Seznanjenost z obstojem digitalnega potrdila in smsPASS 
 Digitalno potrdilo smsPASS 
Odgovori Frekvenca Odstotek Frekvenca Odstotek 
Da 64 96 % 14 21 % 
Ne 3 4 % 53 79 % 
Skupaj 67 100 % 67 100 % 
Vir: lasten 
Če so anketiranci o obstoju digitalnega potrdila dobro seznanjeni, saj je 96 % anketirancev 
odgovorilo z da, pa tega ne moremo potrditi za smsPASS. Anketiranci so namreč v večji 
meri odgovorili z ne (79 %). Iz odgovorov lahko sklepamo, da uporabniki bolj poznajo način 
prijave v eUpravo z digitalnim potrdilom kot s smsPASS. Takšen rezultat je verjetno 












Za digitalno potrdilo so slišali anketiranci vseh starostnih skupin (mlajša 92 %, srednja 89 % 
in starejša 100 %). Informiranost o smsPASS pada glede na starost (mlajša 35 %, srednja 
22 % in starejša 17 %) (Tabela 3). 
Tabela 4: Imetje digitalnega potrdila 
Odgovori Frekvenca Odstotek 
Da 24 36 % 
Ne 43 64 % 
Skupaj 67 100 % 
Vir: lasten 
Tabela 4 predstavlja odstotek imetnikov digitalnega potrdila. Kljub temu pa je število 
anketirancev, ki imajo urejeno digitalno potrdilo, manjše (36 %) kot število tistih, ki 
digitalnega potrdila nimajo (64 %). Glede na starostno skupino lahko vidimo, da imajo v 
največjem deležu urejeno digitalno potrdilo anketiranci iz mlajše skupine (50 %). 
Anketiranci iz ostalih dveh skupin imajo urejeno digitalno potrdilo v manjšem deležu 
(srednja 33 %, starejša 43 %).  
Tabela 5: Težavnost postopka pridobitve digitalnega potrdila 
Odgovori Frekvenca Odstotek 
Da 29 43 % 
Ne 38 57 % 
Skupaj 67 100 % 
Vir: lasten 
Anketiranci so na vprašanje, ali se jim zdi postopek pridobitve digitalnega potrdila težaven, 
odgovorili z NE v 57 % primerih (Tabela 5). 
Tabela 6: Izkušnja z oddajo vloge preko eUprave 
Odgovori Frekvenca Odstotek 
Da 4 7 % 
Ne 56 93 % 
Skupaj 67 100 % 
Vir: lasten 
Od 67 anketirancev, ki so že oddali vlogo preko eUprave, je imelo slabe izkušnje z oddajo 




Tabela 6). V primeru slabih izkušenj pri oddaji vloge so anketiranci med drugim navedli, da 
so imeli ob oddaji vloge težave z internetom in da so imeli težave pri pridobivanju 
digitalnega potrdila, kot npr. fizični prevzem potrdila, ni pridobil gesla ipd. 
Grafikon 7: Strinjanje s trditvami o oddaji elektronske vloge 
 
Vir: lasten 
Anketiranci so svoja strinjanja s trditvami o oddaji vlog na portalu eUprava izrazili na 3-
stopenjski lestvici »se strinjam«, »deloma se strinjam« in »se ne strinjam« (Grafikon 7). 
Največje strinjanje so izrazili v primeru razumljivo obrazloženih storitev (se strinjam: 42 %, 
deloma se strinjam: 51 %, se ne strinjam: 8 %). Kljub temu da se ljudje popolnoma ne 
strinjajo, delno menijo, da se vloga, ki je oddana preko eUprave, rešuje počasneje (9 %, 
50 %, 41 %). Nekaj ljudi meni, da obstaja možnost, da se vloge, ki so oddane preko eUprave, 
izgubijo ali posredujejo na napačen naslov, vendar se večina ljudi s to trditvijo ne strinja 
(8 %, 36 %, 56 %). Prav tako obstaja delež ljudi, ki menijo, da je oddaja vloge hitrejša v 
fizični obliki na upravni enoti, vendar večina meni, da temu ni tako in oddaja vloge preko 
eUprave vzame manj časa (16 %, 36 %, 48 %). Ljudje se v večini strinjajo, da ima vloga, ki 
je oddana v fizični obliki, enako težo kot vloga, oddana v elektronski obliki, vendar še 
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Grafikon 8: Način poučitve ljudi o eUpravi 
 
Vir: lasten 
Grafikon 8 ponazarja način poučitve ljudi o eUpravi. Iz grafa lahko vidimo, da je 
anketirancem najbližja opcija poučevanja o eUpravi skozi video navodila. Video navodila 
(82 %, 16 %, 1 %) uporabnika vodijo skozi celoten postopek korak za korakom, s prikazom 
poteka, kar omogoča razumevanje tudi uporabnikom z nizko tehnološko pismenostjo. 
Poleg tega je anketirancem kot druga opcija najbližja info točka (71 %, 24 %, 5 %), kjer lahko 
neposredno pridobijo vse potrebne informacije o uporabi eUprave. Anketiranci menijo, da 
so poleg že opisanih tudi letaki (39 %, 39 %, 21 %), predavanja (47 %, 35 %, 18 %) in spletni 
seminar (41 %, 44 %, 15 %) ustrezne metode poučitve o eUpravi, vendar so nekoliko manj 


























Grafikon 9: Varnost na eUpravi 
 
Vir: lasten 
Grafikon 9 prikazuje strinjanje s trditvami glede varnosti na portalu eUprava. Na področju 
varnosti na eUpravi so ljudje zaskrbljeni, da bi imele nepooblaščene osebe dostop do 
njihovih podatkov (24 %, 48 %, 28 %). Poleg tega anketirani menijo, da so osebni podatki 
med prenosom od strežnika do končne destinacije varni (48 %, 48 %, 4 %). Ljudje nimajo 
strahu pred vdori hekerjev in verjamejo, da je raven zaščite na eUpravi dovolj visoka. Kljub 
temu pa menijo, da bi postopkom bolj zaupali, če bi ime in priimek nadomestila unikatna 
identifikacijska številka (58 %, 30 %, 12 %). 
Zadnje vprašanje je bilo odprtega tipa in se je nanašalo na pomisleke, ki jih imajo glede 
opravljanja storitev v elektronski obliki, ter je bilo neobvezno. Na vprašanje sta odgovorili 
le dve osebi. Prva oseba je zapisala, da bi bilo potrebno poskrbeti za večjo ozaveščenost 
glede uporabe eUprave in postopkov. Portal bi lahko bil bolj oglaševan, poleg tega pa bi 
lahko zaposleni v javni upravi ljudi spodbujali k pridobitvi digitalnega potrdila in uporabi e-
poslovanja. Ljudje niso dovolj informirani o eUpravi in vseh možnostih, ki jih eUprava 
omogoča. Drug anketiranec je zapisal, da bi lahko bila navodila preprostejša. Glede na 
vprašanje o poučitvi eUprave lahko to razumemo, kot da si želijo vizualne predstavitve 
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5.2 POGOVOR Z USLUŽBENKO NA UPRAVNI ENOTI 
Pogovarjali smo se tudi z uslužbenko na Upravni enoti in jo povprašali o postopku prejema 
vloge v informacijski sistem. Dejala je, da vloge, ki jih glavna pisarna sprejme v informacijski 
sistem, dobijo uslužbenci v reševanje elektronsko. V primeru, ko uslužbenec ni vešč 
tehnologije, vlogo v glavni pisarni natisnejo in jo dostavijo uslužbencu v pisarno. Vsako 
natisnjeno vlogo tudi priloži zraven v mapo, kamor se shranjujejo vsi dokumenti, ki se 
uporabljajo tekom odločevanja o zadevi. Uslužbenci, ki jim je tehnologija bližja, odločajo o 
vlogi popolnoma elektronsko. Vsi dokumenti, ki so tekom odločanja ustvarjeni elektronsko, 
se shranijo v oblak, od koder so dostopni kadar koli. Dejala je tudi, da je potrebno vso 
komunikacijo s stranko voditi pisno (pošta ali elektronska pošta) in pošto v fizični obliki 
arhivirati tudi elektronsko.  
Ko smo jo vprašali o njenem mnenju, če oddajanje elektronskih vlog preko portala eUprava 
pozitivno ali negativno vpliva na čas in zahtevnost reševanja vlog, ni imela pravega 
odgovora. Dejala je, da je komunikacija s stranko otežena, saj je po njenem mnenju zadeve 
lažje obrazložiti iz oči v oči kot po pošti. Poleg tega je dejala, da imajo starejši zaposleni 
odpor do tehnologije in novosti ter zavračajo spremembe, češ da so prestari in bodo šli 
kmalu v pokoj, kar otežuje napredek na področju digitalizacije. Starejši zaposleni imajo po 
njenem mnenju strah pred digitalizacijo, ker niso seznanjeni s pojmi, kot je »računalništvo 
v oblaku« in se bojijo, da se bodo datoteke v digitalni obliki izgubile, saj nimajo predstave 
o tem, kako stvari delujejo in vidijo »oblak« kot črno škatlo, ki si je ne znajo razložiti. Poleg 
tega pravi, da se pojavljajo pogosti izpadi interneta, kar onemogoča delo, saj se do vseh 
dokumentov dostopa prek spleta.  
Po drugi strani pravi, da mlajši digitalizacijo v javni upravi sprejemajo, saj so že od otroštva 
v stiku z razvijajočo tehnologijo. Poleg tega so po njenem mnenju mlajši na splošno bolj 
introvertirani in raje komunicirajo preko elektronske pošte kot osebno.  
Za konec je dejala je, da oddaja elektronskih vlog preko eUprave trenutno otežuje delo, saj 
so v javni upravi zaposleni predvsem starejši, vendar meni, da bo z menjavo generacij 





6 SKLEPNE UGOTOVITVE 
V diplomskem delu smo si zastavili tri raziskovalna vprašanja. Na osnovi pridobljenih 
rezultatov ankete lahko izpeljemo sledeče odgovore. 
- Ali je nezaupanje do računalnika in drugih digitalnih naprav z vidika varstva osebnih 
podatkov vzrok za manjšo uporabo storitev eUprave? 
Prvo raziskovalno vprašanje je bilo osredotočeno na varnost na portalu eUprava. Kljub 
temu da se ljudje strinjajo s trditvijo, da so osebni podatki v postopkih, ki se opravijo preko 
portala eUprava, varni, tudi menijo, da lahko do njihovih podatkov dostopajo 
nepooblaščene osebe. V preteklosti so imeli uslužbenci na upravnih enotah vpogled v vse 
podatke, tudi tiste, ki niso bili potrebni za obravnavo v njihovem upravnem postopku. 
Sčasoma so nadzor zaostrili in s tem omogočili uslužbencem dostop le do podatkov, za 
katere so pristojni. Uslužbenec lahko pridobi dostop do ostalih podatkov le v primeru, ko 
mu to odobri načelnik upravne enote. Evidence, kdo lahko dostopa do katerih podatkov, 
so predstavljene kot dostopovne matrike, opisane v razdelku 3. 
Kvalificiran elektronski podpis zagotavlja integriteto poslanega sporočila. Zanj je potrebno 
pridobiti digitalno potrdilo. Omogoča, da med prenosom na portal eUprava vloga ni bila 
spremenjena, poleg tega onemogoča oddajo vloge v imenu druge osebe in s tem služi kot 
spletna osebna izkaznica. Večina anketirancev nima urejenega digitalnega potrdila, zaradi 
česar ne morejo oddati vloge preko eUprave.   
Na fakultetah je v večini primerov ime in priimek nadomestila vpisna številka. To 
zaposlenim na fakulteti omeji informacije o identiteti posameznega študenta, kar lahko 
zmanjša pristranskost. Na enak način bi lahko tudi zaposlenim na upravnih enotah omejili 
dostop do osebnih podatkov, kot sta ime in priimek. Večina anketiranih se je strinjala s 
trditvijo, da bi postopkom bolj zaupali, če bi ime in priimek nadomestila unikatna 
identifikacijska številka. Težava nastane pri postopkih, kjer je za njihovo vodenje potrebno 
vedeti osebne podatke udeleženih oseb. 
- Ali lahko uporabnik preko eUprave opravi kateri koli upravni postopek od začetka do 
konca brez osebnega stika? 
Naslednje raziskovalno vprašanje govori o upravnih postopkih, ki jih lahko posameznik 
izpelje od začetka do konca brez osebnega stika. Zahtevnejše upravne postopke, kot so 
postopek izdaje gradbenega dovoljenja, ni mogoče opraviti v celoti brez osebnega stika. V 




vključiti v postopek, kar zahteva osebni stik z uslužbencem. Uporabnik lahko odda preko 
eUprave okoli 180 vlog brez obiska upravne enote ali drugega urada.  
- Ali eUprava poenostavi vodenje oziroma sodelovanje javnim uslužbencem v upravnem 
postopku? 
Tretje raziskovalno vprašanje govori o težavnosti vodenja upravnih postopkov za javne 
uslužbence s pomočjo eUprave. eUprava prinaša tako pozitivne kot negativne vidike pri 
vodenju postopkov. 
Prvi pozitivni vidik je skrajšanje čakalnih vrst na UE. S tem uslužbencem omejimo stik s 
strankami in se tako bolj osredotočijo na delo reševanja postopkov. Poleg tega portal 
eUprava omogoča plačevanje taks in ostalih stroškov z bančnimi/kreditnimi karticami in s 
tem uslužbence razbremeni rokovanja z denarjem. Pri klasičnem načinu, ko je posameznik 
oddal vlogo, je referent lahko odločil samo na podlagi podatkov, ki jih je dobil napisane na 
vlogi. Danes lahko referent uporablja različne e-pripomočke in baze podatkov in do njih 
dostopa hitro in enostavno. Pozitiven vidik je delo od doma, kjer lahko uslužbenec v 
primeru izrednih stanj (epidemije) opravlja svoje delo tudi od doma.  
Kot je izpostavila uslužbenka na UE, ki smo jo kontaktirali, med glavne negativne vidike 
uvrščamo tehnološko nepismenost zaposlenih, ki prinašajo tudi dodatne stroške z daljšimi 
dobami usposabljanj. Sem spadajo predvsem starejši zaposleni, ki zaradi nerazumevanja in 
strahu zavračajo napredek ter digitalizacijo. Poleg tega je omenila odvisnost od 
tehnologije, saj se v primerih izpadov elektrike, interneta ali nedelovanja strežnikov delo 
ustavi. 
Ugotovili smo, da seznanjenost s portalom eUprava ni pogojena s starostjo. Problem 
starejše populacije ni informiranost, temveč sama uporaba. To potrjuje tudi anketa, kjer se 
je izkazalo, da večina starejših nima urejenega digitalnega potrdila. Poleg tega se je 
izkazalo, da je v primerjavi z mlajšo populacijo informiranost o obstoju smsPASS pri 






eUprava je portal, s pomočjo katerega upravni organi in druge institucije ponujajo storitve 
uporabnikom preko spleta. Ta omogoča, da državljani Republike Slovenije hitro in na 
enostaven način dostopajo do različnih informacij in storitev v upravnih postopkih ter se 
povežejo z uradnimi osebami. Bistvo eUprave je ljudem čim bolj približati in poenostaviti 
delovanje upravnih organov. Uporabniki lahko od doma, preko svojega osebnega 
računalnika, oddajajo različne vloge in s tem prihranijo čas za obisk upravne enote. Prav 
tako lahko dostopajo do storitev na enem mestu 24 ur na dan.  
eUprava ne prinaša prednosti samo za uporabnike, temveč tudi za upravo samo. Od 
uvedbe portala je pri reševanju vlog s strani uradnih oseb napak bistveno manj, prav tako 
tudi podvajanj podatkov. Zaradi tega je kakovost storitev bistveno višja, hkrati pa zmanjša 
stroške delovanja, saj avtomatizira dele postopkov. 
Kljub zgoraj naštetim prednostim, ki jih prinaša eUprava, lahko opazimo, da se ljudje še 
vedno izogibajo elektronskemu poslovanju ter se še vedno nagibajo k osebnem stiku z 
uradnimi osebami. Neuporabo elektronskih portalov lahko povezujemo z digitalno 
nepismenostjo prebivalstva in z nezaupanjem do elektronskih storitev. 
Digitalno nepismenost potrjuje to, da ima zelo malo ljudi digitalno potrdilo in ti pravijo, da 
je postopek pridobitve digitalnega potrdila težaven. Poleg tega smo v Sloveniji močno pod 
povprečjem na področju uporabe IKT starejših. Zadnja leta se organizira vedno več delavnic 
na temo izobraževanja starejše in neaktivne populacije na področju IKT, kar je korak v 
pravo smer, če želimo ujeti razvitejše države EU. 
 Ljudje elektronskim storitvam ne zaupajo predvsem zaradi izpostavljenih osebnih 
podatkov, ker menijo, da lahko do njih dostopajo tudi nepooblaščene osebe. Slabo mnenje 
ljudi lahko povezujemo s slabo digitalno pismenostjo. Kot je bilo opisano v diplomskem 
delu, je za varnost na portalu eUprava dobro poskrbljeno z raznimi mehanizmi, ki 
omogočajo ne le zaščito informacij pred napadalci, temveč tudi onemogočajo dostop 
nepooblaščenim osebam, zaposlenim v javni upravi. Da bi eUprava dosegla svoj potencial, 
moramo v Sloveniji ljudi najprej podučiti o prednostih uporabe e-poslovanja, poleg tega pa 
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PRILOGA 1: ANKETNI VPRAŠALNIK 
Pozdravljeni, 
 
Sem Suzana Domazet in sem absolventka Fakultete za upravo. 
V diplomskem delu bom pisala o zaupanju v upravne postopke na portalu eUprava. Želim najti rešitve za 
problematiko nizke uporabe eUprave, bolj podrobno pa se bom osredotočila na izvajanje upravnih postopkov 
preko portala eUprava in hkrati preučila, na kakšen način je med njimi poskrbljeno za varstvo osebnih 
podatkov.  
 
Vaši odgovori mi bodo v veliko pomoč pri pregledu različnih vidikov uporabe eUprave in mi bodo iz različnih 
zornih kotov pomagali razumeti trenutno stopnjo njene uporabe. S tem bom analizirala problematiko nizke 
uporabe portala in lažje prišla do predlogov za izboljšave eUprave. Odgovori so popolnoma anonimni in 
uporabljeni le za študijske in raziskovalne namene. Anketa vsebuje 19 kratkih vprašanj, katera vam bodo vzela 
1–2 minuti vašega dragocenega časa. Hvala!  
 
 
XSPOL – Spol:  
 
 Moški  
 Ženski  
 
 






Q2 – Izobrazba:  
 
 Nedokončana OŠ  
 OŠ  
 Nižje poklicno izobraževanje (2-letno)  
 Srednje poklicno izobraževanje (3-letno)  
 Gimnazijsko, srednje poklicno-tehnično izobraževanje, srednje tehnično oz. drugo strokovno 
izobraževanje  
 Višješolski program  
 Visokošolski strokovni in univerzitetni program (1. bol. st)  
 Magisterij stroke (2. bol. st.)  
 Doktorat znanosti (3. bol. st.)  
 Specializacija po višješolskem programu, visokošolski strokovni programi  
 Specializacija po visokošolskem strokovnem programu, univerzitetni program  
 Specializacija po univerzitetnem programu, magisterij znanosti  




Q3 – Ali ste že slišali za portal eUprava?  
 
 Da  
 Ne  
 
 
IF (1) Q3 = [1]  






IF (6) Q3 = [1]  
Q5 – Na portal eUprava sem že:  
Možnih je več odgovorov  
 
 Pregledal vsebino  
 Iskal informacije  
 Oddal vlogo  
 Opravil prijavo  
 Drugo:  
 
 
IF (2) NOT Q5 = [Q5c]  
Q6 – Zakaj še niste oddali nobene vloge?  
Možnih je več odgovorov  
 
 Ne spoznam se na tehnologijo  
 Nimam urejenega digitalnega potrdila  
 Imam strah glede varovanja osebnih podatkov  
 Lažje je oddati fizično na Upravno enoto kot oddati elektronsko vlogo  
 Poskušal sem oddati, pa mi ni uspelo  
 Drugo:  
 
 
IF (3) Q5 = [Q5c]  
Q7 – Kako zadovoljni ste bili s postopkom elektronske oddaje vloge?  
 
 Popolnoma nezadovoljen  
 Zadovoljen  
 Popolnoma zadovoljen  
 
 
Q8 – Ali ste že kdaj komu predstavili uporabo eUprave?  
 
 Da  
 Ne  









Q10 -–Ali ste že slišali za digitalno potrdilo?  
 
 Da  
 Ne  
 
 
Q11 – Ali ste že slišali za smsPASS?  
 
 Da  
 Ne  
 
 
Q12 – Ali imate urejeno digitalno potrdilo?  
 
 Da  
 Ne  
 
 
Q13 – Ali se vam zdi postopek pridobitve digitalnega potrdila težaven?  
 
 Da  
 Ne  
 
 
IF (7) Q3 = [1]  
Q14 – Ste imeli že kdaj slabo izkušnjo z oddajo vloge preko eUprave?  
 
 Da  
 Ne  
 
 
IF (5) Q14 = [1]  









Q16 – Kakšno je vaše mnenje?  
 
 Se strinjam Deloma se 
strinjam 
Se ne strinjam 
Storitve na eUpravi so dovolj razumljivo 
obrazložene    
Oddaja vloge preko eUprave se rešuje 
počasneje     
Oddaja vloge preko eUprave se lahko 
izgubi/posreduje na napačen naslov     
Vloga, oddana v fizični obliki, ima večjo 
težo kot vloga, oddana preko eUprave     
Vloga, oddana preko eUprave, vzame več 
časa kot vloga, oddana v fizični obliki na 
Upravni enoti  
   
 
 
Q17 – Na kakšen način bi morali ljudi podučiti o eUpravi. Ocenite ustreznost. 
  
 
 Se strinjam Deloma se 
strinjam 
Se ne strinjam 
Letaki    
Predavanja    
Spletni seminar    
Video navodila    
Info točka    
 
 
Q18 – Ocenite svoje strinjanje s spodnjimi trditvami.  
 
 Se strinjam Deloma se 
strinjam 
Se ne strinjam 
Osebni podatki, ki se prenašajo od 
strežnika, kjer se nahajajo, do končne 
destinacije so varni 
   
V elektronskih postopkih imajo dostop do 
vaših podatkov osebe, ki tega ne bi smele 
imeti (npr. nepooblaščeni javni uslužbenci, 
informatiki) 
   
Postopkom bi bolj zaupal, če bi ime in 
priimek nadomestila unikatna 
identifikacijska številka  
   
 
Q19 – Zapišite, če bi želeli dodati še kakšen pomislek glede opravljanja upravnih storitev prek spleta.  
 
  
 
