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АНАЛІЗ ОСОБЛИВОСТЕЙ ВИКОРИСТАННЯ ПРОГРАМНОГО ЗАБЕЗПЕЧЕННЯ ПРИ 
ПІДГОТОВЦІ ФАХІВЦІВ У ГАЛУЗІ ІНФОРМАЦІЙНИХ ТЕХНОЛОГІЙ  
 
© Ю. В. Триус, І. В. Герасименко, Л. В. Журба  
 
У статті проведено аналіз використання неліцензійного програмного забезпечення при підготовці сту-
дентів комп’ютерних спеціальностей. Досліджено поняття відповідальності за використання неліцен-
зійного програмного забезпечення, як правопорушення авторських прав та причини настання відповіда-
льності. Також звернено увагу на використання ліцензійного програмного забезпечення від компанії 
Microsoft, а саме Office 365 для ВНЗ 
Ключові слова: неліцензійне програмне забезпечення, програмні засоби, навчання, програмний продукт, 
авторське право 
 
1. Вступ 
Зараз доволі важко відшукати організацію чи 
підприємство, які б не зверталися до комп’ютерної 
техніки та програмного забезпечення. Відповідно до 
статті 433 Цивільного кодексу України про «Об’єкти 
авторського права» [1] комп’ютерні програми відно-
сяться до їх переліку, комп’ютерні додатки оберіга-
ються як літературні праці. Таким чином, всі майнові 
та немайнові права на програмне забезпечення нада-
ються їхньому автору і можуть використовуватися 
тільки з їхньої згоди.  
За даними статистичних досліджень 2017 року – 
Україна займає одне з лідируючих місць щодо ви-
користання неліцензійного програмного забезпе-
чення. В умовах прагнення бути повноправним уча-
сником Євросоюзу, головною метою сьогодення є 
додержання загальноприйнятих норм у галузі захис-
ту продуктів авторського права та формування від-
повідного механізму регулювання взаємовідносин у 
даній галузі.  
Програмні засоби, які за умов швидкого тех-
нологічного розвитку безперервно поліпшуються, є 
тим предметом авторського права, який зазнає найбі-
льшого впливу від порушень. 
Проблема піратства виникла ще в ХV ст., сьо-
годні ж, коли Україна тісно співпрацює з європейсь-
кими країнами питання авторського права постає все 
частіше. Основним негативним ефектом від неліцен-
зійного програмного забезпечення є втрата доходів 
компаніями-розробниками, що негативно познача-
ється на розвитку їх програмних продуктів. 
На відміну від розвинених країн, держави на 
території колишнього Радянського Союзу, виявилися 
схильними до піратства значно більше, зважаючи на 
слабкість дистриб’юторських мереж ліцензійного 
програмного забезпечення та низьку купівельну 
спроможність. 
З настанням ери Internet проблема піратського 
програмного забезпечення тільки посилилася. Спрос-
тився доступ до неліцензійних програмам – в мережі 
легко знайти й скачати генератор ключів або актива-
тор практично до будь-якої платної програми, а часто 
й самі програми з вже заздалегідь зламаним захис-
том. Наслідком чого стали абсолютно нові види за-
гроз, пов’язані з використанням піратського програ-
много забезпечення в мережевому середовищі. 
«Піратство» відносно до терміну «програмне 
забезпечення» – це заборонене дублювання або по-
ширення програм, які захищені авторськими правами 
[1]. «Піратство» може бути представлене у формі 
дублювання, завантаження, пересилання, реалізації 
або інсталюванні декількох дублікатів програмного 
забезпечення на особисті або робочі комп’ютери. 
Більшість просто не знають або не замислюються над 
тим, що, коли вони купують той чи інший програм-
ний продукт, вони фактично отримують ліцензію на 
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використання даної програми, а не сам продукт. У 
ліцензії фіксується кількість інсталяцій, тому перед 
покупкою необхідно ознайомитися з ліцензією. Коли 
здійснює більше репродукцій, чим вказано в ліцензії 
– це й називається «піратство». 
Порушення законів про право інтелектуальної 
власності спричиняє великі перешкоди для техноло-
гічного та економічного розвитку країни, що погано 
діє на її фінансову привабливість. Слід зауважити, 
що високий рівень використання неліцензійного 
програмного забезпечення в Україні, та кардинальні 
обсяги неліцензійного використання об’єктів автор-
ських й суміжних прав, неминуче призводять до за-
непаду економічного становища країни та піддають 
ризику наявність державної легальної промисловості 
в даній галузі. 
Українському суспільству було б доцільно 
приділяти більшу увагу законам «Про право інтелек-
туальної власності». Це стосується не лише пересіч-
них громадян, а й власників великих фірм, підпри-
ємств, освітніх закладів та ін. Останні, як ніхто, мало 
захищені від піратських програм.  
У дослідженні проаналізовано стан викорис-
тання неліцензійного програмного забезпечення кі-
лькох ВНЗ, що готують студентів комп’ютерних 
спеціальностей. На основі отриманих результатів 
запропоновано альтернативне використання ліцен-
зійних програмних засобів.  
 
2. Літературний огляд 
Відповідно до статистичних показників, в 
Україні на ринку інформаційних технологій діють дві 
тисячі фірм, де працюють більше 150 тисяч осіб. У 
всесвітньому рейтинговому списку виробників про-
грамних засобів Україна займає 15 місце [2]. Проте 
для швидкого розвитку цієї сфери існує безліч нега-
тивних факторів, поміж яких значне місце належить 
«піратству» програмних засобів.  
Рівень користування в Україні неліцензійним 
(«піратським») програмним забезпеченням на сього-
днішній день становить приблизно 87 %, за відомос-
тями прес-служби Державного комітету зв’язку та 
інформатизації (ДКЗІ) України [3]. 
Серед основних підстав вільного розповсю-
дження неліцензійних програмних засобів, в Україні, 
фахівці ДКЗІ відзначають невисоку купівельну здат-
ність користувачів і крім того відсутність діючого 
механізму охорони авторських прав. Згідно з даними 
ДКЗІ, станом на січень 2017 року в органах держав-
ної влади України використовується більше 40 тисяч 
примірників програмних засобів, які створені корпо-
рацією Microsoft, а недостатня затребуваність у схо-
жих програмних продуктах на наступні три роки 
сягає понад 50 тисяч примірників. Від так кожного 
року реалізують приблизно на 120– 
140 мільйонів доларів програмних продуктів, з яких 
законно – на суму від 25 до 35 мільйонів доларів [2]. 
Збитки від недоотриманих коштів становлять приб-
лизно 30 мільйонів доларів щороку. 
Крім того, що неліцензійне програмне забезпе-
чення відбирає у своїх авторів масу перспектив та 
переваг, його використання прямо поєднане з великим 
числом ризиків – від притягнення до адміністративної 
або навіть кримінальної відповідальності до порушен-
ня стабільності роботи інформаційних систем. 
За нелегальне використання програмних засо-
бів ВНЗ можуть підлягати адміністративній відпові-
дальності згідно зі статтею 51-2 Кодексу України про 
адміністративні порушення [4], в якій передбачається 
штраф в розмірі від 10 до 200 неоподаткованих міні-
мумів доходів громадян з конфіскацією незаконно 
виготовленої продукції та обладнання і матеріалів, 
які призначені для її виготовлення. 
При умисному порушенні авторських прав, 
якщо при цьому було спричинено нанесення знач-
них втрат правовласнику (більш ніж на 10730,00 
грн., станом на 2017 рік), правопорушники можуть 
бути звинувачені в кримінальному правопорушенні 
згідно зі статтею 176 Кримінального кодексу Укра-
їни. Покарання відповідно до даної статті передба-
чають стягнення від 200 до 1000 неоподаткованих 
мінімумів доходів громадян або суспільно корисні 
роботи на період до двох років, або ув’язнення  
на такий самий період з вилученням та ліквідацією 
всіх матеріальних носіїв програмних засобів та 
бази даних. 
Вивчення підстав незаконного використання 
та розповсюдження програмного забезпечення трап-
ляються в роботах вітчизняних та закордонних авто-
рів. Так у дослідженнях [5, 6] вчені привертають 
увагу до правової охорони програмного забезпечен-
ня, а саме комп’ютерних програм і баз даних, як до 
об’єктів авторського права. Разом з тим у [7] більшу 
увагу привертають не до програм, зокрема, а до пра-
вових засад захисту інформації.  
У дослідженні [8] автор описує сліди злочинів 
та способи їх виявлення у сфері використання інфор-
маційних технологій. В свою чергу у [9] більш дета-
льна увага приділяється економічному ефекту від 
припинення використання піратського програмного 
забезпечення. Разом з тим у дослідженні [10] опису-
ється легалізація програмного забезпечення в Україні 
для його ефективного використання, а у [11] загос-
тюється увага на питаннях охорони програмного 
забезпечення в Україні.  
Однак й до цих пір відсутні тотожні підходи до 
інтерпретування класу «комп’ютерне піратство», також 
потребує подальшого вивчення питання використання 
ліцензійних програмних засобів у ВНЗ та забезпечення 
надійного захисту комп’ютерних програм в Україні. 
З огляду на вище зазначене, дослідження про-
блеми піратства та використання ліцензійного програм-
ного забезпечення має велике практичне значення, 
особливо актуальним воно є у ВНЗ, які готують студен-
тів комп’ютерних спеціальностей. Адже для них про-
грамні засоби є як об’єктом так і предметом вивчення.  
 
3. Мета та задачі дослідження 
Мета дослідження полягає в аналізі стану та 
особливостей використання програмного забезпе-
чення, пов’язаного з підготовкою студентів комп’ю- 
терних спеціальностей у ВНЗ. 
Для досягнення поставленої мети були розгля-
нути наступні задачі:  
– на основі аналізу літературних джерел розк-
рити сутність терміну «комп’ютерне піратство»; 
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