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El uso de Internet es algo habitual en nuestra actual sociedad de la información. Es por ello, que desde 
edades bien tempranas los más pequeños tienen acceso a las redes y a sus diversos servicios que nos ofrecen.  
Es evidente que Internet se trata de una herramienta con numerosos beneficios pero también cuenta con 
ciertos riesgos si su uso no es el adecuado. Por eso, tanto padres como educadores debemos estar bien 
informados acerca el mundo de Internet, conociendo qué contenidos tiene y cómo funciona.  Debemos, pues, 
sensibilizar a los padres sobre la importancia que tiene el conocimiento del uso de las nuevas tecnologías para 
prevenir los posibles riesgos a los que sus hijos pueden verse expuestos frente al uso de Internet. 
Además, si hacemos referencia a la actual normativa nos encamina hacia el uso de las nuevas tecnologías, de 
ahí, su mayor evidencia de la necesidad de conocer todo lo relacionado con dichas tecnologías de la 
información.  Así pues, los docentes debemos garantizar el uso de Internet como instrumento de aprendizaje y 
desarrollo entre nuestro alumnado, velando siempre por su seguridad puesto que por las redes circulan una 
gran infinidad de informaciones, imágenes, sonidos, publicidad... que pueden enriquecerles en su proceso de 
aprendiz pero también pueden causar el efecto contrario exponiéndoles a algún tipo de riesgo. 
“INTERNET ES UN INSTRUMENTO EXTRAORDINARIO…SÓLO HAY QUE SABER CÓMO UTILIZARLO” 
Si definimos el término Internet podemos decir que se trata de un conjunto descentralizado de redes de 
comunicación interconectadas entre sí lo cual permite una mayor flexibilidad en una gran cantidad de tareas 
diaria permitiéndonos acceder a casi cualquier lugar e incluso a través de dispositivos móviles de Internet. 
Existen varias herramientas que nos permiten conectarnos a Internet de forma inalámbrica como los teléfonos 
móviles, tarjetas de datos, consolas de juegos portátiles y routers celulares.  
En nuestro caso como docente, podemos definir Internet como un instrumento extraordinario que nos 
puede facilitar enormemente nuestro trabajo diario en las aula puesto que en él podemos encontrar material 
didáctico a todos los niveles.  
¿QUÉ PELIGROS CORREN LOS NIÑOS AL CONECTARSE A INTERNET? 
Como hemos comentado con anterioridad, son múltiples los beneficios de Internet por lo que cada vez 
estamos más dispuestos a utilizarlo en nuestro día a día pero debemos conocer también sus riesgos para así 
prevenirlos.  
Algunos de los peligros a los que se pueden enfrentar los más pequeños cuando se exponen al uso de 
Internet son: 
- Información inadecuada para su edad y características personales la cual no son capaces de discriminar 
ellos mismos. 
- Contactar con personas que les puedan utilizar para hacerles algún daño tanto físico como psíquico. 
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- Los niños pueden ofrecer datos personales y privada que pueden poner en peligro tanto al propio niño 
como a la familia en general (aportando la dirección de donde vive, números de teléfono, informar del próximo 
viaje que va a realizar la familia, etc …) 
- Otros pueden inculcarles valores negativos e incompatibles con la formación que los padres quieren darles 
como, por ejemplo, incitándoles a ser irrespetuosos, violentos, agresivos... 
- Debido al desconocimiento del buen uso del ordenador, pueden facilitar la entrada de virus en el 
ordenador que utilice. 
NORMAS GENERALES PARA PROTEGER A LOS NIÑOS CUANDO SE CONECTAN A INTERNET 
1. Aprender a usar Internet tanto los adultos como los pequeños. Hoy en día, existen multitud de cursos de 
formación sobre nuevas tecnologías que pueden ayudar a los padres y/o educadores que no conocen bien su 
uso.  También es imprescindible que se les enseñe a los niños a utilizarlos adecuadamente teniendo en cuenta 
la edad del niño y ampliando su formación poco a poco. 
2. Cuando los niños se conectan, debemos estar a su lado para poder controlar mejor el acceso a las páginas. 
Si navegamos por Internet junto a ellos en plan lúdico, puede convertirse en una actividad muy interesante 
para los niños y, a la vez, estaremos controlando que hacen sin que ellos se den cuenta. Seria conveniente 
colocar el ordenador en el que suelen navegar en un sitio visible para los demás miembros de la familia.  
3. Instalar herramientas para hacer un seguimiento de las páginas que visitan y el tiempo que están 
conectados. Esta norma puede ser útil en caso de tratarse de niños más mayores a los que ya resulta más 
complicado estar junto a ellos cada vez que están en Internet. También existe la posibilidad de bloquear ciertas 
páginas de Internet que consideremos negativas para ellos.  
4. Ofrecerles confianza para que nos puedan presentar y informar respecto a sus amigos virtuales que 
conocen por Internet. 
5. Informarles  y hablarles de los peligros con los que se pueden encontrar, sobre todo, cuando ya tienen 
más de 9 años aproximadamente porque ya son capaces de entender perfectamente los riesgos de Internet.  
6. Establecer normas del uso del ordenador como, por ejemplo, número tope de horas a conectarse porque 
puede crear adicción lo cual tampoco es nada bueno. Los padres también deben predicar con el ejemplo 
dedicando un tiempo prudente y necesario a las nuevas tecnologías.  
7. Firmar un contrato de conducta con una lista de normas acerca el uso del ordenador adecuándolo a la 
edad del niño. De este modo, al tratarse de un contrato por escrito los niños se conciencian mejor del acuerdo 
establecido y lo cumplen mejor. 
8. Dejar claro a los niños lo siguiente: 
- NO dar datos personales ni privados (nada de envío de fotografías personales) 
- NO compartir claves ni contraseñas con nadie. 
- La gente puede NO ser quien dice que es. 
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- Avisa a un adulta en caso de sentirte incómodo o encontrarte en alguna situación que te sorprenda de 
forma negativa. 
- NO contestes e-mails que tengan contenido ofensivo o resulten incómodos y cuidar de no molestar o 
ofender a otros en los mensajes por e-mail o chat. 
- Navega por páginas de prestigio y recomendadas por gente de tu confianza: maestros, familiares … 
- Tras conectarse desde un lugar público (cibercafé, escuela...) recuerda siempre cerrar la conexión para 
evitar que otra persona pueda usurpar su personalidad. 
9. Poner un cortafuegos (firewall) y un antivirus actualizado que proteja el ordenador de los virus evitando 
así publicidad inadecuada que pueda atraer a los niños. 
10. Enseñarles a ser capaces de evaluar la calidad de la información que encuentran en Internet lo cual es 
una tarea compleja pero necesaria. 
11. Imprescindible que aprendan cómo proteger su información personal y la de su familia y amigos 
enseñándoles  hábitos como usar contraseñas seguras; no compartir con extraños claves o datos personales 
(por ejemplo, edad, sexo, aficiones, rutinas, nombre del colegio, dirección de la casa, etc.); nunca enviar fotos o 
vídeos propios a desconocidos; o utilizar términos adecuados en salas de chat. 
CONCLUSIÓN 
La falta de una adecuada atención por parte de los padres en los niños, les deja muchas y demasiadas 
posibilidades para acceder a Internet sin ningún tipo de control. Además si el ordenador familiar no dispone de 
filtros que les limiten el acceso a ciertas páginas inapropiadas, los pequeños pueden ir accediendo a 
contenidos, servicios y personas no fiables ni convenientes para sus edades. Finalmente, hay que tener en 
cuenta también que la falta de control por parte de los padres puede desencadenar una gran adicción en los 
niños hacia las nuevas tecnologías.   
De todo lo expuesto anteriormente, podemos concluir la necesidad actuar de utilizar Internet y, a la vez, la 
necesidad de conocer su uso adecuado para así poder enseñar a nuestros pequeños a hacer un uso también 
adecuado.  
En definitiva,  existen muchos riesgos que pueden poner en peligro a nuestros hijos por lo que debemos ser 
precavidos y prestar mayor atención cuando nuestros hijos acceden a Internet. De ahí, la importancia de las 
recomendaciones expuestas anteriormente las cuáles deben ser tomadas en cuenta. 




 Protege a tus hijos de los riesgos de Internet y otras tecnologías. Eva Rosarío Martín Ibañez. ANAYA 
 
 
