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1. はじめに 
 1.1 研究の背景 
  昨今の情報通信技術の急速な発達によって，利用者や事業者を取り巻く状況は大きく
変化しつつある．総務省の調査によれば，2010年末に 9.7%であったスマートフォンの
国内世帯普及率は，2013 年末の時点で 62.6%にまで達している1．スマートフォンの普
及に伴い，スマートフォンアプリ(以下「アプリ」と省略することがある．)を用いた利
用者情報の取得が増加している．その中には，利用者情報の不正取得とみられるような
ケースもみられ，「カレログ」2や「アップティービー」3などはメディアによっても取り
上げられた4． 
また，2013 年 7 月には，東日本旅客鉄道(JR 東日本)が，IC カード乗車券「Suica」
の乗車履歴などのデータを，事前に利用者に説明することなく日立製作所に販売してい
たことについて，利用者から多数の苦情や問い合わせが相次いだ．JR 東日本は当初，
希望者はデータ販売の対象から除外する措置をとり，除外希望者を除いた利用者データ
について，日立製作所への販売を同月末まで継続した．しかしその後，データ販売は一
時中止され，同年 9月末には，同社内に設置した有識者会議の決定により，利用者情報
の外部販売を当面中止することとなった5 6． 
  これらのケースに共通する問題として，事業者が収集する利用者情報の中に，個人情
報保護法の保護する個人情報に該当するか否かが判然としないものが含まれている点が
指摘できる．同法第 2 条 1 項には，「この法律において「個人情報」とは，……(中略)
……当該情報に含まれる氏名，生年月日その他の記述等により特定の個人を識別するこ
とができるもの……(中略)……をいう．」とある(「特定の個人を識別することができる」
という要件を以下「個人識別性」という．)．しかしながら上記のようなケースにおいて
は，取得主体，取得情報，当該情報単独での個人識別性，他の情報との照合による個人
識別性，容易照合性7の程度など，様々な要素が相対的に関係することから，個人識別性
の有無を明確に区別することが難しい場合もあり8，法的保護の範囲が不明確であるもの
と考えられる．また，仮に個人識別性が明確に区別されたとしても，識別性がないと判
断された「非個人識別情報」に対して，どの程度の保護を求めるべきかについても検討
の余地はある． 
 
                                                  
1 総務省「平成 26年版 情報通信白書」(2014) 337 頁 ．
http://www.soumu.go.jp/johotsusintokei/whitepaper/ja/h26/pdf/n5300000.pdf. 
2 恋愛支援アプリと称し，位置情報や通話記録などの閲覧が可能． 
3 端末固有番号やアプリ一覧などの情報を無断で収集し送信する． 
4 新保史生「スマートフォン利用者の個人情報保護―安全・安心な利用環境確保に向けた取り組み」情報
管理 55 巻 9 号 (2012) 631 頁． 
5 “スイカ乗降履歴データの外販，JR東が当面見送り 除外希望受け付けを延長”. 日本経済新聞電子版. 
2013-09-20. http://www.nikkei.com/article/DGXNASFK2003K_Q3A920C1000000/,  
(参照 2013-11-03). 
6 Suicaに関するデータの社外への提供についての有識者会議「Suicaに関するデータの社外への提供に
ついて 中間とりまとめ」(2014) 21 頁． 
7 容易照合性については，本稿 27-28頁を参照のこと． 
8 新保史生「ライフログの定義と法的責任―個人の行動履歴を営利目的で利用することの妥当性」情報管
理 53 巻 6 号 (2010) 298 頁． 
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 1.2 国内外の動向 
  日本において個人情報の保護範囲の妥当性に関する問題が生じつつある中，2012年 2
月 23日，米国連邦政府により「ネットワーク社会における消費者データプライバシー：
グローバル化したデジタル経済において，プライバシーを保護しイノベーションを促進
するための枠組み」(以下「消費者データプライバシー」という．)9が発表され，その中
で「消費者プライバシー権利章典」(A Consumer Privacy Bill of Rights)が宣言された．
また，翌 3月 26日には，連邦取引委員会(Federal Trade Commission, FTC)が事業者及
び政策立案者向けの枠組案として，「急変する時代のプライバシー保護」(以下「FTCプ
ライバシー・レポート」という．)10を公表し，利用者情報に対する保護範囲の捉え方に
ついて，それぞれ検討が行われた．さらに，2013 年 7 月 1 日には児童オンラインプラ
イバシー保護法(Children’s Online Privacy Protection Act of 1998, COPPA) 11の規則改
正が行われ，オンライン上の児童に関する個人情報について，保護範囲の拡大が行われ
た． 
  一方，日本国内においても，「総務省パーソナルデータの利用・流通に関する研究会」
報告書12が 2013年 6月 12日に公表され，米国における議論が参照されたのをはじめと
して，「世界最先端 IT 国家創造宣言」13に基づき設置された内閣官房の「パーソナルデ
ータに関する検討会」でも，FTCの掲げた匿名化のための要素14の導入が提案されるな
ど，個人情報保護法改正に向けた取組が進められており，個人識別性の捉え方について
の種々の議論が行われている．2014年 6月 24日には，個人情報保護関係法令の改正等
により措置する内容の方向性として，「パーソナルデータの利活用に関する制度改正大綱」
15が閣議決定された．さらに，同大綱に対するパブリックコメントの結果等を受けて，
同年 12月 19日には，パーソナルデータに関する検討会の第 13回会合にて，「パーソナ
ルデータの利活用に関する制度改正に係る法律案の骨子(案)」16が提案された． 
  また，欧州においても個人識別性に関する議論は行われている．EU(European Union)
の 1995年データ保護指令に基づく第 29条作業部会は，2007年 4月に「個人データ概
                                                  
9 White House, Consumer Data Privacy in a Networked World: A Framework for Protecting Privacy 
and Promoting Innovation in the Global Digital Economy (Feb. 23, 2012) [hereinafter A Consumer 
Privacy Bill of Rights], http://www.whitehouse.gov/sites/default/files/privacy-final.pdf. 
10 Federal Trade Commission, Protecting Consumer Privacy in an Era of Rapid Change, 
Recommendations for Businesses and Policymakers (Mar. 26, 2012) [hereinafter FTC Report], 
http://ftc.gov/os/2012/03/120326privacyreport.pdf. 
11 15 U.S.C. §§ 6501-6508 (2013). 
   なお，日本語訳については，入江晃史「オンライン上の児童のプライバシー保護の在り方について―
米国，EUの動向を踏まえて」情報通信政策レビュー 6 号 (2013) 3-16 頁を参考とした． 
12 総務省「パーソナルデータの利用・流通に関する研究会報告書～パーソナルデータの適正な利用・流
通の促進に向けた方策～」(2013) 76 頁  http://www.soumu.go.jp/main_content/000231357.pdf. 
   以下，「パーソナルデータの利用・流通に関する研究会報告書」と略称することがある． 
13 首相官邸「世界最先端 IT 国家創造宣言について」(2013) 26 頁． 
http://www.kantei.go.jp/jp/singi/it2/kettei/pdf/20130614/siryou1.pdf. 
14 匿名化のための要素については，本稿 15頁を参照のこと． 
15 首相官邸「パーソナルデータの利活用に関する制度改正大綱」(2014) 17 頁． 
http://www.kantei.go.jp/jp/singi/it2/kettei/pdf/20140624/siryou5.pdf. 
16 首相官邸「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」(2014) 17 頁． 
http://www.kantei.go.jp/jp/singi/it2/pd/dai13/siryou1.pdf. 
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念に関する意見書」17を，2014年 5月には「匿名化技術に関する意見書」18をそれぞれ
公表した．また，2012年 1月 25日の「個人データの取扱いに係る個人の保護と当該デ
ータの自由な移動に関する欧州議会及び理事会の規則提案(以下「一般データ保護規則提
案」という．)」19の中でも，匿名化への言及がなされている．その他，匿名化のための
要素に関しては，EU構成国である英国からも報告書が公表されている20． 
 
 1.3 研究目的および先行研究の検討 
  ネットワーク技術が高度に発展し，個人情報が一瞬で大量に世界中を流通する現在で
は，個人情報保護法制の将来展望を考えるに際しては，一国の問題にとどまらず，国際
動向を踏まえた俯瞰的検討が不可欠である．そして，個人識別性の要否は，法の適用を
決する第一段階で問題となるため，どのように解釈すべきかが非常に重要となる．日本
において個人識別性の議論に注目が集まるようになったのはごく最近のことであり，政
府レベルでの検討を受け，識別性を検討した論稿が見られるようになっている． 
  例えば，石井論文21では，民間事業者によるビッグデータ利用と消費者プライバシー
保護に関する米国の取組として，消費者プライバシー権利章典および FTC プライバシ
ー・レポートを取り上げている．同論文によると，米国では，これらの文書の中で，保
護されるデータの範囲を広く捉えつつ，その例外として匿名化のための 3要素を挙げて
いることが指摘されている．また，内閣官房パーソナルデータに関する検討会の議論に
基づく「パーソナルデータの利活用に関する制度見直し方針」22の内容を詳述した岡村
の論稿23や，同方針の決定を受けて，匿名化の方法について，各事業者の判断に委ねた
場合，適切な匿名化が行われる保証がないこと，そのため，匿名化の適切さを担保する
ための第三者機関による事前審査が重要となること等を指摘した宇賀論文24がある．他
にも，日本企業の法務担当者の意見を踏まえ，事業者の立場から法規制のあり方につい
て検討を行った森の論稿25がある． 
                                                  
17 Article 29 Data Protection Working Party, Working Document Opinion 4/2007 on the concept of 
personal data (WP136) (Jun. 20, 2007) [hereinafter Working Document Opinion 4/2007], 
http://ec.europa.eu/justice/policies/privacy/docs/wpdocs/2007/wp136_en.pdf. 
18 Article 29 Data Protection Working Party, Opinion 05/2014 on Anonymisation Techniques 
(WP216) (Apr. 10, 2014) [hereinafter Opinion 05/2014], 
http://www.cnpd.public.lu/fr/publications/groupe-art29/wp216_en.pdf. 
19 Commission Proposal for a Regulation of The European Parliament and of the Council on the 
Protection of Individuals with regard to the Processing of Personal Data and on the Free 
Movement of Such Data (General Data Protection Regulation), COM(2012) 11 final (Jan. 25, 2012) 
[hereinafter General Data Protection Regulation], 
http://ec.europa.eu/justice/data-protection/document/review2012/com_2012_11_en.pdf. 
20 Information Commissioner’s Office, Anonymisation:managing data protection risk code of practice 
(Nov. 20, 2012) [hereinafter ICO Report] , 
http://www.ico.org.uk/for_organisations/data_protection/topic_guides/anonymisation. 
21 石井夏生利「アメリカにおけるビッグデータの利用と規制」 ジュリスト 1464 号 (2014) 32 頁以下． 
22 本稿 37-38頁を参照． 
23 岡村久道「パーソナルデータの利活用に関する制度見直しと検討課題(上)」 New Business Law 1019 
号 (2014) 17 頁以下など． 
24 宇賀克也「「パーソナルデータの利活用に関する制度見直し方針」について」 ジュリスト 1464 号 
(2014) 12 頁以下． 
25 森亮二「パーソナルデータを考える 事業者の立場から見た法規制の課題」 Business Law Journal 
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  しかしながら，上記の論稿はいずれも，米国や日本における個々の議論に焦点を当て
て検討がなされているものばかりであり，国際動向を踏まえて俯瞰的な視点に立ち，個
人情報の識別性に関する考察を行った研究は今のところ見当たらない．また，日本の各
研究会・検討会等における議論では，主に利用者情報の第三者提供の場面を中心として
個人識別性の可否が争われていることから，第三者提供の場面に捉われることなく，広
い視野から考察を加えるためにも，他国の議論状況を参照する意義がある． 
  このような問題意識から，本研究においては，日本，米国および欧州における個人識
別性に関する最新の議論動向を包括的に取り上げ，日本的議論に終始することなく，俯
瞰的視点に立った比較法的考察を行い，法改正を視野に含めた具体的検討を行うことと
したい．後述の各国の議論においても言及されているように，個人識別性と匿名化は表
裏一体の関係にあることから，個人情報の保護範囲を検討するに当たっては，個人識別
性の要件だけではなく，匿名化の意義及び効果を考慮する必要があると言える．そこで，
本研究では，ネットワーク技術がより一層高度化した現代のビッグデータ26社会の実情
に適合した個人識別性の要件と，匿名化の意義及び効果について考察し，個人情報の妥
当な保護範囲のあり方を明らかにすることにより，個人の権利利益の保護と事業者によ
る適正な経済活動の促進に資することを目的とする． 
 
 1.4 研究方法 
  研究にあたっては，主として文献調査を行う．米国における個人識別性に関する議論
としては，児童オンラインプライバシー保護法の規則改正27，消費者データプライバシ
ーの中で示された消費者プライバシー権利章典，FTCプライバシー・レポートの 3点が
主として挙げられる．米国におけるプライバシー保護法制を踏まえた上で，個人識別性
と匿名化の観点から，個人情報の保護範囲について，それぞれ整理・比較を行う． 
また，欧州における個人識別性に関する議論としては，欧州におけるプライバシー保
護法制を踏まえ，第 29 条作業部会に基づく個人データ概念に関する意見書および匿名
化技術に関する意見書，一般データ保護規則提案，英国 ICO(Information 
Commissioner’s Office)報告書の 4点を取り上げる． 
同様に，日本における個人識別性に関する議論として，日本における個人情報保護法
制を踏まえ，総務省パーソナルデータの利用・流通に関する研究会，内閣官房パーソナ
ルデータに関する検討会，パーソナルデータの利活用に関する制度改正大綱，その他政
府による取り組み，各論者の論稿等を取り上げる． 
  以上の各国状況における議論についてそれぞれ整理・比較を行ったうえで，日本の個
人情報の妥当な保護範囲のあり方について，個人識別性と匿名化の観点から，個人情報
保護法改正を視野に含めた比較法的考察を行う． 
 
                                                                                                                                                  
2014年 5月号 (2014) 42 頁以下． 
26 総務省「平成 26年版 情報通信白書」(2014) 478 頁を参考にすれば，「ソーシャルメディア内のテキ
ストデータや，携帯電話・スマートフォンに組み込まれた GPSから発生する位置情報等，膨大なボリ
ュームと複雑な構造を持ち，従来の技術では管理や処理が困難なデータ群」であると定義される． 
27 Children’s Online Privacy Protection Rule, 16 C.F.R. §§ 312-1-312-12 (2013). 
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2. 米国における個人識別性に関する議論 
2.1 米国におけるプライバシー保護法制 
  米国におけるプライバシー保護法制は，公的部門に関しては，1974年プライバシー法
(Privacy Act of 1974)28が基礎となっている．一方，民間部門に関しては，事業者による
自主規制を基本としながらも，金融・医療・子どものオンライン情報等の特に機密性が
高い情報を扱う分野においては，規制対象を限定して個別領域ごとに立法措置が講じら
れており，これをセクトラル方式という29． 
従来の米国におけるプライバシー保護法制は，特定の個人を識別できる情報
(Personally identifiable information, PII)という概念を軸として構築されてきた．しか
し，情報技術の進展等によって，従来ならば「個人を識別できる情報」に該当しなかっ
たものでも，他の情報と組み合わせることで個人識別情報に当たる例が増加するなど，
PII 概念自体が曖昧化してきているとの問題点が指摘されている．このような状況に対
し，学界の一説として，PII 概念の再検討・再構築を試み，すでに個人を識別した情報
と，個人を識別できる情報とを区別し，それぞれのリスクに応じた対応をとるべきだと
する主張が，2011年にPaul M. SchwartzとDaniel J. Soloveによってなされている30． 
 
 2.2 学界の状況―PII 概念の再検討 
Paulらによれば，今日の PII概念が抱える問題点は，以下の 4点にまとめられると述
べている．第 1には，インターネット上では匿名性が維持されていると多くの人が誤解
しているが，実際には IP アドレスがある限り，匿名であるのは一時的にとどまり，実
は追跡可能であるという点が挙げられる．第 2には，実態としては，すでに匿名化され
た情報から個人を特定すること(Re-Identification)が可能となっている点，第 3 には，
検索技術の日進月歩によって，ある匿名データから現時点ではまだ個人の特定ができな
いとしても，将来的にはできるようになる可能性が大きい点がそれぞれ挙げられる．最
後に第 4の問題点として，匿名情報と個人識別情報を分かつものは，情報そのものでは
なく，情報が使われる文脈によることが指摘されている．その一例として，ある検索が
行われただけで，場合によっては検索した人を特定できる可能性が挙げられる31． 
以上の理由から，PIIと non-PII(PIIでない情報)という区別は，現在ではもはや維持
することが困難であり，PII 概念の再構築を試みるべきであるとされる．そこで，Paul
らは，個人情報を，個人が特定された情報(identified)，個人の特定の可能性がある情報
(identifiable)32，および，個人が特定されない匿名化情報(non-identifiable)33という 3
                                                  
28 5 U.S.C. § 552a (2012). 
29 石井夏生利『個人情報保護法の理念と現代的課題―プライバシー権の歴史と国際的視点』 (勁草書房，
2008) 419 頁． 
30 PAUL M. SCHWARTZ & DANIEL J. SOLOVE, The PII Problem: Privacy and a New Concept of 
Personally Identifiable Information, 86 N.Y.U. L. REV. 1814-1894 (2011). 
 なお，日本語訳については，樋口範雄訳「個人情報保護とプライヴァシー：個人を識別しうる情報の意
義」アメリカ法 2 号 (2012) 347 頁以下を参考とした． 
31 Paulらによれば，検索者が自分の名前で検索することを繰り返し行っていれば，それはその名称の人
のファンである可能性もあるが，本人である可能性も大きい．それゆえ，検索したこと自体は匿名情報
であったとしても，検索内容によっては，それだけで個人が特定できることもあると指摘されている． 
32 「その可能性はあるものの，特定される相当の蓋然性はないが，他方で，特定される可能性が小さい
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種に分けることを提案34している． 
米国における個人情報の利用については，公正な情報利用実務指針(Fair Information 
Practices)が定着しており，以下の 7原則が規定されている． 
 
(1) 情報利用の目的を制限する 
(2) 情報取得について制限する 
(3) 個人情報の第三者提供・開示を制限する 
(4) 正確な情報のみ取得し，利用する 
(5) 個人に，情報について通知し，アクセスを認め，訂正する権利を認める 
(6) 情報の加工・処理について，当該個人が知り，理解できるシステムを構築する 
(7) 個人情報のセキュリティ(安全保護措置)を確保する 
 
Paulらの主張によれば，前記の 3つの区分のうち，「個人が特定された情報」につい
ては，これら 7 原則のすべてが原則としてあてはまるとされる．それに対し，「個人の
特定の可能性がある情報」については，これらすべてが適用される必要はなく，(3)，(4)，
(6)，(7) などは原則として適用されるものの，それら以外は状況に応じて適用の可否が
判断されることとしている．一方で，「個人が特定されない匿名化情報」については，公
開することができ，何ら責任を負うことなく第三者に提供することが可能であるとされ
る． 
以上のように，情報のカテゴリーを 3種類に分類した上で，それらに適用されるルー
ルを違えることにより，企業その他に対して，手持ちの情報をできるだけ個人が特定さ
れない形で保持するインセンティブを提供することにつながるとされる．そして，それ
ぞれの情報が個人特定によりどれだけのリスクを生ずるかに応じて，合理的な措置をと
れるようになることが期待されるとしている． 
 
 2.3 児童オンラインプライバシー保護法の規則改正 
Paulらが PII概念の再検討を主張する一方で，米国のプライバシー保護法制の執行機
関である FTCでは，オンライン上の行動ターゲティング広告の文脈において，PII概念
よりも広い保護範囲の検討が行われてきた．その一つに，2013 年 7 月 1 日に行われた
児童オンラインプライバシー保護法(Children’s Online Privacy Protection Act of 1998, 
COPPA) 35の規則改正が挙げられる．COPPAは連邦議会に対する FTC勧告36を受けて
1998 年に成立したもので，13 歳未満の児童を対象としたウェブサイト事業者やオンラ
                                                                                                                                                  
ともいえないもの」であり，「リスクのレベルは中程度から低度」にあると定義される． 
33 「個人特定の可能性がきわめて小さいもの」であり，「特定化する手段との関連で合理的に考えると，
特定可能とは考えられないもの」と定義される． 
34 樋口は「PIIバージョン 2 (PII 2.0)」と名付けている． 
35 Children’s Online Privacy Protection Act of 1998, 15 U.S.C. §§ 6501-6508 (2013). 
   なお，日本語訳については，入江晃史「オンライン上の児童のプライバシー保護の在り方について―
米国，EUの動向を踏まえて」情報通信政策レビュー 6 号 (2013) 3-16 頁を参考とした． 
36 Federal Trade Commission, Privacy Online: A report to Congress (1998), 
http://www.ftc.gov/reports/privacy3/priv-23a.pdf (last visited 2013/10/13). 
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インサービス事業者が，児童の個人情報を収集，利用，開示する際の規則制定権限を FTC
に与えている． 
  COPPAの対象となる「個人情報」37は，「オンライン上で収集された個人に関する情
報であって，個人識別が可能であるもの(individually identifiable information)」と定
義されている．改正前には，COPPA の適用対象となる「個人情報」として，以下の 7
点が例示されていた． 
 
(1) 氏名 
(2) 通りの名称や，都市・町の名称を含んだ住所等(地理的情報等) 
(3) 電子メールアドレス 
(4) 電話番号 
(5) ソーシャルセキュリティ番号 
(6) FTCが定める物理的又はオンライン上特定個人と連結が可能なその他の識別子(筆者
注：永続的識別子) 
(7) ウェブサイト等がオンライン上で収集し，(1)から(6)の識別子と組み合わされた，児
童又はその児童の親に関する情報 
 
規則改正にあたっては，主に，ハンドルネーム，永続的識別子，写真・地理的情報等
の 3つの観点から，保護範囲の拡大が行われた．ハンドルネームに関しては，改正前は，
それが電子メールアドレスを表している場合に限り保護対象となるとされていたが，改
正後は，電子メールアドレスを含め，「オンラインコンタクト情報と同等のレベルの機能
を持つ」ハンドルネーム全体に保護対象が広げられた． 
永続的識別子に関しては，改正前は，クッキーに保持された顧客番号やプロセッサシ
リアル番号を永続的識別子とみなして保護対象としていたが，改正後は IP アドレス等
も永続的識別子として保護対象に加えることとなった． 
また，写真に関して，改正前は，他の情報と組み合わさることにより物理的あるいは
オンラインの連絡先がわかる場合のみを保護対象としていたが，改正後は写真全般が広
く保護対象に加えられた．同様に，ビデオや音声情報全般についても保護対象としてい
る．さらに，地理的情報についても，少なくとも物理的住所と同様の情報であれば，保
護対象とするとされている． 
 
 2.4 消費者プライバシー権利章典 
  個人データの保護範囲に係る米国連邦政府の報告書として，近年公表されたものとし
ては，2012年 2月 23日発表の「消費者データプライバシー」が挙げられる．本報告書
の中では，「消費者プライバシー権利章典」(A Consumer Privacy Bill of Rights)が宣言
され，個人データの定義及び消費者の持つ権利，FTCの権限等に関して提案がなされた．
連邦政府の提案によれば，本宣言は，商業利用されるあらゆる個人データに対して適用
                                                  
37 入江論文では，「個人データ」ではなく「個人情報」(personal information)という訳語が用いられて
いるので，ここではその表記に従った． 
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されるものであり，「データ集合を含めた，特定個人と連結可能な(linkable to a specific 
individual)あらゆるデータ」を，個人データとして保護の対象とすべきであるとしてい
る．この提案によれば，特定のコンピュータやデバイスと連結されるデータであれば，
個人データとして保護対象に該当するものと解される．例として，使用性プロファイル
(usage profile)を頻繁に構築するようなスマートフォンや家庭用コンピュータにおける
IDは，個人データとしてみなされるとされている38． 
  本宣言においては，消費者の持つ権利として「個人コントロール」(Individual Control)，
「透明性」(Transparency)，「コンテキストの尊重」(Respect for Context)，「安全性」
(Security)，「アクセスと正確性」(Access and Accuracy)，「収集制限」(Focused Collection)，
「企業責任」(Accountability)の 7つの原則が示されている39(以下の表 1を参照．)． 
 
表 1 消費者の持つ 7つの権利 
個人のコントロール 
企業が収集した個人データとその使い道について，個々人でコ
ントロールすることができる権利． 
透明性 
プライバシーやセキュリティの実態に関する情報を，分かりや
すい形で簡単に入手することができる権利． 
コンテキストの尊重 
提供時の意図とは異なる形で，企業によって個人データが収
集，使用，開示されない権利． 
安全性 
個人データについて，安全でかつ信頼性のある取り扱いを求め
ることができる権利． 
アクセスと正確性 
自らの個人データについて，簡単にアクセスすることができ，
その情報が誤っている場合には，適切な方法を用いて訂正する
ことができる権利． 
収集制限 
企業が個人データを合理的な範囲で収集し，保持するように，
制限を設けることができる権利． 
企業責任 
消費者プライバシー権利章典を遵守させるために，企業に対し
て個人データが適切な手段かつ正しい場所において取り扱う
よう求めることができる権利． 
   
また，本宣言の中では，マルチステークホールダー・プロセスの促進のために，政府
による開かれた透明性のあるフォーラムの開催が提案されている．これは，適切かつ法
的執行力のある行動規範を構築することを目的としたもので，主にインターネットに関
係するステークホールダー間で，コンセンサスを得ることが標榜されている．ただし，
民間部門における参加の是非は任意であり，最終的に採択された行動規範を採用するか
否かについても，各企業に委ねられている． 
  さらに，消費者データ保護法制の一環として，FTCの執行権限の強化が謳われている．
FTC及び米国各州司法長官に対して，消費者プライバシー権利章典の具体的な執行権限
                                                  
38 A Consumer Privacy Bill of Rights, p. 10. 
39 Id., p. 1. 
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を与えるよう，連邦政府が議会に対して働きかけを行うものとされている． 
  加えて，グローバル間の相互運用性の増進のために，各国間の相互認識と法執行の協
力が重要であると述べられている．マルチステークホールダ ・ープロセスの活用により，
拡張性のある柔軟な行動規範を構築し，企業の遵守義務を簡略化することで，相互認識
の強化が図れるものと期待されている．また，法執行の協力によって，国境を越えてや
り取りされる個人データに対して，各国が自国民の権利を守ることができるとされてい
る． 
 
2.5 FTC プライバシー・レポート 
 2.5.1 概要 
  連邦政府による前記消費者プライバシー権利章典の宣言を受けて，2012年 3月 26
日には，FTC により，FTC プライバシー・レポートが公表され，消費者プライバシ
ー保護のために企業が取り組むべき枠組みと，それが適用される個人データの保護範
囲について提案がなされた．2010年 12月に前もって示されたスタッフ中間報告書(以
下「中間報告書」という．)40では，本枠組みの適用範囲を「特定の消費者やコンピュ
ータ，もしくは他のデバイスと合理的にリンクされた消費者データを，収集または利
用する全ての営利事業者」と定義すべきであると提案された．また，中間報告書にお
いては，企業が採用すべき慣習として，「プライバシー・バイ・デザイン」，「企業と消
費者双方にとっての簡略化された選択」(以下「簡略化された選択」という．)，「より
一層の透明性」の 3点が挙げられた(以下の表 2を参照．)． 
 
表 2 企業が採用すべき慣習 
プライバシー・バイ・デザイン 
商品開発の各段階で，計画的にプライバシー対策を行
う． 
簡略化された選択 
適時にかつ適切な文脈において，自らのデータに対し
て判断を下すことができる権限41を消費者に与える．同
時に，不必要な選択を減らし，企業への負担を低減さ
せる． 
より一層の透明性 透明性のある情報収集及び慣習の使用を構築する． 
   
2.5.2 スタッフ中間報告書からの修正点 
   中間報告書に対しては，種々の方面42のステークホールダーから，450 件を超える
パブリックコメントが寄せられた．これらのコメントをもとに，FTCプライバシー・
レポートでは中間報告書を修正した最終的な枠組みが提示された．この枠組みの目的
は，企業に対して消費者データの収集と利用のベストプラクティスを明示することに
                                                  
40 FTC, Protecting Consumer Privacy in an Era of Rapid Change: A Proposed Framework for 
Businesses and Policymakers, Preliminary FTC Staff Report (Dec. 2010), available at 
http://www.ftc.gov/os/2010/12/101201privacyreport.pdf. 
41 一例として，Do Not Track(Web上でのトラッキングを消費者が拒否することができる仕組み)が挙げ
られている． 
42 例えば，実業界や弁護士，科学技術者，個人消費者など，多岐にわたる． 
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ある．FTCプライバシー・レポートでは，中間報告書において示された基本的な内容
は踏襲しつつ，「枠組みの適用範囲」，「プライバシー選択」，「透明性」の 3 つの主要
な領域について，パブリックコメントに基づいた修正がなされた． 
   第一に，枠組みの適用範囲43については，中間報告書では，「特定の消費者やコンピ
ュータ，もしくは他のデバイスと合理的にリンクされた消費者データを収集または利
用する商業的主体すべて」に対して当てはまるものと定義されていた．これに対し，
パブリックコメントにおいて，小規模の企業に対して過度な負担を強いる可能性があ
るとの指摘がなされた．これを受けて，FTCプライバシ ・ーレポートでは，「年間 5,000
人以下の機密性を持たない消費者データのみを収集し，かつそれらが第三者との間で
共有されないならば，その企業は枠組みの適用対象外となる」と定義が修正された．
また，技術の進歩により「合理的にリンクされた」とみなされるデータが増加したこ
とや，匿名性を確保することに対する企業への誘因が，中間報告書においては充分な
ものとは言えなかった等の理由により，「合理的にリンク可能な」データであると判断
されるための条件も修正された44． 
   第二に，プライバシー選択に関して，中間報告書では，消費者と企業双方の選択を
簡略化することを狙いとし，一般化された情報収集と利用に関する 5つのカテゴリー
をあらかじめ設けていた．しかし，パブリックコメントにおいて，硬直化した設定が
技術革新を抑圧する恐れや，カテゴリーの表記が曖昧すぎるために，消費者の同意な
しに慣習が変更される危険性が存在すること等が指摘された．これらの問題を解消す
るため，FTCプライバシー・レポートでは，プライバシー選択にあたっては，消費者
と企業との間の相互的な文脈に焦点が置かれることとなった．これにより，中間報告
書で設けていたカテゴリーにおいて生じる可能性のあった例外的な状況に対しても，
対応することが可能となった． 
   第三に，透明性に関して，中間報告書においては，企業に対して，自らが保有して
いるデータに対する合理的なアクセス方法を消費者に与えるよう，勧告がなされてい
た．しかしながら，特に情報ブローカーなどは，慣習に対する透明性に欠けているこ
とが多く，消費者との間でお互いに顔が見えていないことから，消費者は情報ブロー
カーがデータを収集，利用する目的はおろか，その実体にさえも気づいていないこと
が多いという点を，パブリックコメントによって指摘された．そこで FTC プライバ
シー・レポートでは，消費者に対して，情報ブローカーの慣習に対するさらなるコン
トロールの権限が認められることとなった． 
 
  2.5.3 枠組み実施のための 5つのアクション 
   FTC プライバシー・レポートにおいて示された枠組みを実施するにあたり，FTC
は 5つの主要なアクションに焦点を当てた政策立案を実施するとしている．これら主
要アクションは，「Do Not Track」，「モバイル機器」，「データブローカー」，「大規模
プラットフォームの提供者」，「強制力のある自己規制の促進」から構成される(以下の
                                                  
43 枠組みの適用範囲を検討するに当たり，識別性と匿名化，及び個人データの保護範囲に関する言及が
なされている．これらについては，次項以降にて改めて詳述する． 
44 FTC Report, p. 16. 
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表 3を参照．)． 
 
表 3 枠組み実施にあたっての 5つのアクション 
Do Not Track 
トラッキングに対する取り組みを行っている各種
団体45と FTC が協力して，頑丈かつ有効な，利用
しやすい Do Not Trackシステムを完成させる． 
モバイル機器 
モバイル機器におけるプライバシー情報の開示
や，消費者にとってアクセスしやすい簡単な情報
開示などを取り上げたワークショップを開催す
る． 
データブローカー 
データブローカーによる目に見えない消費者情報
の収集，利用に対処するために，消費者に対して，
データブローカーの扱う情報に対するアクセス権
限を認めるような法律(ターゲット法)の制定を支
援する． 
大規模プラットフォームの提供者
インターネットサービスプロバイダのような，大
規模プラットフォームの提供者による包括的なト
ラッキングに関するプライバシー問題を探るた
め，FTC スタッフによるワークショップの開催を
予定している． 
強制力のある自己規制の促進 
商務省(The Department of Commerce)が基幹産
業のステークホールダーと協力して，セクター別
の行動規範を構築する計画に着手しており，FTC
スタッフもそのプロジェクトに加わることを予定
している． 
 
  2.5.4 枠組みの適用範囲 
   中間報告書において検討された枠組みの適用範囲は，「特定の消費者やコンピュータ，
もしくは他のデバイスと合理的にリンクされた消費者データを収集または利用する商
業的主体すべて」というものであった46．前述したパブリックコメントを受け，中間
報告書で示された定義の修正が行われ，FTCプライバシー・レポートに取りまとめら
れることとなった． FTC プライバシー・レポートにおける枠組みの適用範囲の策定
にあたっては，主に「保有データの量，種類及び目的による区分」「現存する法令との
協調」「オフラインとオンラインによる区分」「合理的にリンク可能なデータの判別」
の 4つの観点から，保護されるべき個人データの範囲について検討がなされた． 
   まず，保有データの量，種類及び目的による区分という観点からは，5,000 人以下
の制限された量の，機密性を持たない消費者データのみを収集する企業に関しては，
                                                  
45 例えば，ブラウザベンダー，Digital Advertising Alliance(DAA, デジタル広告同盟)，World Wide Web 
Consortium(W3C, WWWコンソーシアム)等が挙げられる． 
46 本稿 12頁を参照． 
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そのデータが第三者と共有されない限りにおいて，枠組みの適用範囲からは除外すべ
きであるとされた．これは，中間報告書において示された枠組みの適用範囲よりも，
状況が限定されたものとなっている47． 
   現存する法令との協調という観点からは，本枠組みはあくまでも企業のベストプラ
クティスを促進することを目的としたものであり，現存する法令や規則等における規
程と抵触するものではないことが強調されている．その一方で，本枠組みの構成要素
を超越する範囲においては，現存する法令や規則等によってカバーされる企業(あるい
は団体)であっても，消費者プライバシーを促進するためのベストプラクティスとして
本枠組みを参照し，検討すべきであるとしている．ただし，これは現存する法令との
協調のもとに行われなければならないものであり，現存する法的要件と抵触すること
は認めていない48． 
   また，オフラインとオンラインによる区分という観点からは，その別を問わず，(個
人データに該当するための他の要件を満たしている限りは)あらゆる商業的状況にお
いて，枠組みが適用されるべきものとされている．その根拠として，現代の消費者は，
自らのデータが事実上至る所において収集，保管されることが当たり前となるような
状況に直面していることが挙げられる．それゆえ，そのようなコレクションがオンラ
イン上に生じようとオフライン上に生じようと，消費者の自らのデータに対するプラ
イバシー的関心は，変化するものとは言えないと判断される49． 
   さらに，合理的にリンク可能なデータの判別という観点から，その判断を行うため
の要素として，以下の 3点(以下「匿名化の 3要素」という．)を掲げた． 
 
  (1) 一定のデータ集合について，合理的に識別することができないこと． 
  (2) 企業が公共に対して，当該データを再識別しない旨を約束していること． 
  (3) 企業があらゆる下流ユーザに対して，当該データが識別不能な状態を維持するよ
う要求していること． 
 
これらすべてを満たす場合には，当該データは合理的にリンク可能なデータではな
いと判断され，合理的に匿名化されたデータであるとして，枠組みの適用対象から除
外すべきであるとしている50．この匿名化の 3 要素については，後述するように，総
務省パーソナルデータの利用・流通に関する研究会や，内閣官房パーソナルデータに
関する検討会等においても検討されており，日本の議論に影響を与えたものと考えら
れる． 
 
3. 欧州における個人識別性に関する議論 
 3.1 1995 年 EU データ保護指令 
  欧州における個人データ保護法制は，1995 年 10 月 24 日に欧州議会および理事会に
                                                  
47 FTC Report, p. 16. 
48 Id., p. 16. 
49 Id., p. 18. 
50 Id., p. 22. 
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より採択された，EUデータ保護指令51が基礎となっている．本指令は，EU域内の個人
の基本的権利と自由の保護，特に個人データ(personal data)の加工に関するプライバシ
ーの権利の保護を目的としている．また，EU 構成国に対し，構成国間の個人データの
自由な移動を制限したり禁止したりしないよう求めている． 
  本指令の適用範囲については，完全にまたは部分的に自動化された手段による個人デ
ータの加工に対して適用されるべきものと定めている．ここでいう「個人データ」とは，
識別された個人または識別可能性のある個人(本指令では，これを「データ主体, data 
subject」と呼称している．)に関連するあらゆる情報を意味している．ここで言う識別
可能性のある個人とは，特に「識別番号あるいは個人の身体的・生理的・精神的・経済
的・文化的・社会的に特有な一以上の要素を参照することによって識別することのでき
る個人」のことを指す52．上記の個人データの定義は，本指令以降に公表された欧州に
おける各報告書等(詳細は次節以降を参照のこと．)においても用いられている． 
  また，個人データ保護に関連するその他の用語の定義について，本指令は下表のよう
に定めている53． 
 
表 4 個人データ保護に関連する用語の定義(EU データ保護指令) 
原語 日本語訳 定義 
processing of 
personal data 
(processing) 
個人データの加工 
(または単に「加工」)
個人データに対してなされるあらゆる操
作または操作のセット(自動化された手
段によるかどうかは問わない．)． 
filing system ファイリングシステム
あらゆる構築された個人データのセット
のうち，特定の基準によってアクセスが
可能であるもの． 
controller 管理者 
自然人または法人，公共団体，機関，そ
の他のあらゆる組織のうち，単独でまた
は他者と共同して，個人データの処理の
目的と手段を決定する者． 
processor 加工者 
自然人または法人，公共団体，機関，そ
の他のあらゆる組織のうち，管理者のた
めに個人データを加工する者． 
third party 第三者 
自然人または法人，公共団体，機関，そ
の他のあらゆる組織のうち，データ主体，
管理者，加工者等以外の者． 
   
 
                                                  
51 The European Parliament and of the Council, Directive 95/46/EC on the protection of individuals 
with regard to the processing of personal data and on the free movement of such data (Oct. 24, 
1995) [hereinafter Directive 95/46/EC], 
http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:31995L0046&from=EN. 
52 Directive 95/46/EC, p. 38-39. 
53 Id., p. 38-39. をもとに筆者が表を作成． 
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前記の個人データの定義と同様に，前頁の表 4に定める各用語の定義についても，本
指令以降に公表された欧州における各報告書等において用いられている． 
  加えて，本指令の前文第 26 条では，個人データの識別と匿名化の判断に関して，次
のように提案がなされている．すなわち，個人データ保護の理念は，識別された個人ま
たは識別可能性のある個人に関するあらゆる情報に適用されるべきであり，識別可能性
の判断に当たっては，本人を識別するために管理者や他者によって合理的に利用される
可能性のあるあらゆる手段を考慮すべきであるとされる．その一方で，個人データ保護
の理念は，データ主体がもはや識別できないような方法で匿名化されたデータに対して
は適用すべきではないとしている．また，個人データを匿名化し，データ主体の識別可
能性がそれ以上存在しない状態を保つための方法の手引きとして，本指令のような行動
指針を定めることが有用であると示唆している54． 
 
 3.2 個人データ概念に関する意見書 
  2007年 4月には，1995年の EUデータ保護指令に基づき設置された，データ保護と
プライバシーに関する諮問機関である第 29 条作業部会による「個人データ概念に関す
る意見書」が公表された．本意見書は，データ保護指令において示された個人データの
定義である「識別された個人または識別可能性のある個人に関連するあらゆる情報(any 
information relating to an identified or identifiable natural person)」55を踏まえ，EU
構成国における国内のデータ保護法の適用に関する指針を提示することを目的に，個人
データ概念の定義の明確化を図っている56．本意見書では，個人データの上記定義を，「あ
らゆる情報(Any Information)」，「関連する(Relating to)」，「識別されたまたは識別可能
性のある(Identified or Identifiable)」，「個人(Natural Person)」の 4つの要素に分け，
それぞれ分析を行っている． 
  
 (1) 「あらゆる情報(Any Information)」 
  情報の特質の観点からは，個人データ概念は個人に関するあらゆる種類の記述に当て
はまると言える．例えば，個人の血縁に関するもののような客観的情報だけではなく，
個人に関する意見や評価などといった主観的情報も含まれる．また，個人データに該当
するためには，真実の情報や証明された情報である必要はない． 
  一方，情報の形態の観点からは，個人データ概念はあらゆる種類の情報の提供におい
て当てはまると言える．これには，とりわけリスクが高い性質を持つ「センシティブデ
ータ」はもちろんのこと，より一般的な種類の情報も含まれる．したがって，個人デー
タという用語は，個人のプライベートや家庭生活に関する情報だけではなく，個人がど
のような行動をとったか判断されるような情報も含んでいるものと言うことができる57． 
 
 
                                                  
54 Directive 95/46/EC, p. 33. 
55 本稿 16頁を参照． 
56 Working Document Opinion 4/2007, p. 3. 
57 Id., p. 6. 
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 (2) 「関連する(Relating to)」 
  一般に，個人についての(about)情報であれば，個人に関連する情報であるとみなすこ
とができる．例えば，人事課の個人ファイルに登録されたデータや，健康診断の結果に
記載されたデータ等といった多くの場合において，この関係は容易に成り立つ． 
  他方で，データによって伝達される情報が，個人以外の対象と関係している場合には，
その対象が間接的に個人と結び付けられる限りにおいて，その情報は個人に関連するも
のとみなすことができる58． 
 
 (3) 「識別されたまたは識別可能性のある(Identified or Identifiable)」 
  一般に，あるグループ内において，一個人が他の全てのメンバーと「はっきりと区別
される」場合に，個人が「識別された」ものと言うことができる．したがって，ある個
人が未だに識別されていないものの，その可能性がある場合には，個人が「識別可能性
のある」ものとなる． 
  識別は通常，特定の個人と排他的かつ密接な関係を有する情報の断片である「識別子」
を通して行われる．データ保護指令第 2条において，この識別子の定義について言及し
ており，「個人識別番号あるいは，個人の身体的・生理的・精神的・経済的・文化的・社
会的に特有な一以上の要素」59と表現している．ある識別子が，識別を行うに充分なも
のであるかどうかという判断は，特定の状況における文脈に依存することから，個人に
関連する情報の識別性の有無は，それぞれの事例の状況に依存していると言える． 
  「直接的に」個人を識別できる識別子の例として，個人の氏名が挙げられる．個人の
氏名と関連付けられた様々な情報の断片(誕生日，住所，学歴等)を参照することにより，
識別子を通じて，原情報が個人と結び付けられ，個人の識別が可能となるからである．
一方で，「間接的に」個人を識別できる識別子としては，「個人の身体的・生理的・精神
的・経済的・文化的・社会的に特有な一以上の要素」が挙げられる．これらの要素は，
サイズの大小などといった一意的な組み合わせによって，容易に個人を識別することが
できる．さらに，第三者が何らかの追加的な情報にアクセスできるような状況下におい
ては，年齢や地域などのカテゴリーレベルの組み合わせであっても，非常に決定的な識
別子となりうる60． 
 
 (4) 「個人(Natural Person)」 
  原則的に，個人データは識別されまたは識別可能性のある「生存する」個人に関連す
るものであるが，場合によっては例外も認められうる．例えば，故人に関するデータは，
原則的には個人データの主体とはならないが，場合によっては，故人のデータが間接的
に何らかの保護を受ける可能性がある．また，データ保護指令が出生前の胎児に適用さ
れうる範囲については，胎児の保護に関する国内法の一般的な位置づけによって左右さ
れる．さらに，法人に関するデータも原則的には保護の対象外となるが，場合によって
は，企業や法人に関連する情報に対して間接的にデータ保護指令が適用される可能性が
                                                  
58 Working Document Opinion 4/2007, p. 9. 
59 本稿 16頁を参照． 
60 Working Document Opinion 4/2007, p. 12-13. 
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ある61． 
 
  個人データの概念に該当しないデータについては，データ保護指令第 3 条62の規定に
より，同指令は適用されないこととなる．しかしそれは，特定の状況下で個人が一切の
保護を受けられないことを意味するものではなく，同指令が適用されなくても，国内の
データ保護法が適用される余地はあるとされる．例えば，欧州司法裁判所は，データ保
護指令を実施するための国内法の適用範囲を，当該指令の範囲よりも拡大することにつ
いて，EU 共同体法に抵触しない限り，加盟国を妨げることはないと明言している．他
にも，ヨーロッパ人権規約 8 条63や，その他の私法・刑法・差別禁止法等によっても，
保護の対象となりうるとされている64． 
 
 3.3 一般データ保護規則提案 
  2012年 1月 25日には，European Commission(EC, 欧州委員会)により，「個人デー
タの取扱いに係る個人の保護と当該データの自由な移動に関する欧州議会及び理事会の
規則提案」(以下「規則提案」という．)が公表された．規則提案は，個人データの加工
における個人の保護に関する規則と，個人データの自由な移動に関する規則をそれぞれ
定め，個人の基本的権利と自由，特に個人データの保護に対する権利を保障することを
目的としている．一方で，EU 域内の個人データの自由移動に関しては，個人データの
加工における個人の保護を理由として，制限されたり禁止されたりするべきではないと
述べられている． 
  規則提案の適用範囲については，実体的な観点からみた範囲と，属地的な観点からみ
た範囲の 2つの要素に分けて考えることができる．前者の実体的な観点からみると，本
規則は，完全にまたは部分的に自動化された手段による個人データの加工に対して適用
されることとなる．また，個人データの加工のうち，ファイリングシステムの一部をな
すものや，それを意図したものについても，規則提案は適用されるべきものとされる．
一方で，以下に挙げる 5つのケースについては，個人データの加工に対してであっても
規則提案は適用されず，例外的な取扱いがなされている65． 
 
 (1) 連合法の範囲外の活動に属するもの(特に，国家安全に関するもの．)． 
 (2) 連合の機関・法人・組織等によるもの． 
 (3) EU条約第 2章66の範囲に属する活動を行う加盟国によるもの． 
 (4) もっぱら個人的または家庭的活動の中において，利害関係を全く有さない自然人に
よるもの． 
                                                  
61 Working Document Opinion 4/2007, p. 22-23. 
62 Directive 95/46/EC, p. 39. 
63 Convention for the Protection of Human Rights and Fundamental Freedoms. 1 E.C.H.R. § 8 
(2009). 
64 Working Document Opinion 4/2007, p. 24. 
65 General Data Protection Regulation, p. 40. 
66 Treaty on European Union and the Treaty on the Functioning of the European Union. 2 EUR-Lex. 
§§ 23-46 (2012). 
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 (5) 刑事犯の抑止・捜査・探査・告発や，刑事罰の執行を目的とする関係当局によるも
の． 
 
  後者の属地的な観点から規則提案の適用範囲を考えると，規則提案は，EU 域内にお
いて設立された管理者や加工者が行う，データ主体の個人データの加工に対して適用さ
れることとなっている．ここでいうデータ主体の範囲は，管理者の手によって EU域内
に存在しているものを指し，必ずしも EU域内で形成されたことを意味するものではな
い．また，データの加工行為は，EU 内のデータ主体に対する商品やサービスの提供，
およびデータ主体の行動の監視に関連するものであるとしている．さらに，ここでいう
管理者の範囲は，EU 域内で設立されたことを示しているのではなく，EU 加盟国の国
内法が，国際公法に適合する範囲において設立されたものを意味している67． 
  規則提案においては，前記 EUデータ保護指令において示された定義を参考に，個人
データ保護に関連する用語について，下表のように定義を行っている68． 
 
表 5 個人データ保護に関連する用語の定義(一般データ保護規則提案) 
原語 日本語訳 定義 
data subject データ主体 
管理者や他の自然人・法人によって用いられ
るあらゆる手段で(特に識別番号，位置情報，
オンライン識別子あるいは個人の身体的・生
理的・遺伝的・精神的・経済的・文化的・社
会的に特有な一以上の要素を参照することに
よって)，直接的または間接的に，識別された
個人，または識別される可能性のある個人． 
personal data 個人データ データ主体に関連するあらゆる情報． 
processing 加工 
個人データまたは個人データのセットに対い
て施される，あらゆる操作または操作のセッ
ト(自動化された手段によるかどうかを問わ
ない．)． 
filing system 
ファイリングシステ
ム 
あらゆる構築された個人データのセットのう
ち，特定の基準によってアクセス可能なもの． 
controller 管理者 
自然人または法人，公共団体，機関，その他
のあらゆる組織であって，単独でまたは他者
と共同して，個人データの加工の目的・条件・
手段を決定する者． 
processor 加工者 
自然人または法人，公共団体，機関，その他
のあらゆる組織であって，管理者のために個
人データの加工を行う者． 
                                                  
67 General Data Protection Regulation, p. 41. 
68 Id., p. 41-42. をもとに筆者が表を作成． 
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  また，個人データの加工に関して，以下に挙げる 6つの原則を提示し，加工を行う際
の個人データの取扱い方法を定めている69． 
 
 (1) データ主体に関して，適法に，公正に，透明性のある方法で加工されなければなら
ない． 
 (2) 明確かつ正当な目的のために収集されなければならず，これらの目的と矛盾した方
法で加工を行ってはならない． 
 (3) 加工目的に応じた必要最小限度の量でなければならず，また，加工を行うのは個人
データを含まない加工情報によっては目的を達成することができない時のみに限定
すべきである． 
 (4) 正確に，最新の状態に保たれなければならず，個人データの削除や修正が速やかに
行われることを確実にするために，あらゆる適正措置を講じなければならない． 
 (5) 個人データの加工の目的のために必要とされる期間よりも長く，データ主体の識別
を可能にする状態を保たなければならない． 
 (6) 管理者の責任と義務の下に加工されなければならず，管理者は，本規則の規程に従
って各加工作業を確実なものにすべきである． 
 
 3.4 匿名化技術に関する意見書 
  2014年 5月には，前記第 29条作業部会による「匿名化技術に関する意見書」70が公
表された．本意見書では，欧州におけるデータ保護に関する法的基盤を背景に，現状の
匿名化技術について，その有効性と限界を分析し，匿名化に内在するリスクを考慮する
ことにより，匿名化技術の処理に関して，助言を示すことを目的としている． 
本意見書においては，EUデータ保護指令や他の EU関係法令を踏まえ，匿名化を「個
人データが識別されるのを，不可逆的に防止するために施される処理」と定義している．
そして，匿名化されたデータは，データ保護法の適用範囲から外れるものとしている．
ただし，通信機密保護法などの他の法令によってデータ主体の権利が保護される余地は
あると述べられている． 
本意見書では，主な匿名化技術としてランダム化71および一般化72を取り上げ，各々の
匿名化技術の長所・短所等を比較・検討している．また，匿名化技術とは言えないもの
の，仮名化73についても参考として比較対象に含めている．検討に当たっては，(1)個人
を選別できる可能性があるか，(2)個人に関連する記録と連結できるか，(3)個人を推定す
ることができるか，の 3つのリスクの有無に基づいて，各々の匿名化技術の堅牢性を分
                                                  
69 General Data Protection Regulation, p. 43. 
70 Article 29 Data Protection Working Party, Opinion 05/2014 on Anonymisation Techniques 
(WP216) (Apr. 10, 2014) [hereinafter Opinion 05/2014], 
http://www.cnpd.public.lu/fr/publications/groupe-art29/wp216_en.pdf. 
71 データと個人との間の強力な結びつきを取り除くことを目的として，当該データの確度を変化させる
技術．Opinion 05/2014, p. 12を参照． 
72 データの等級について，各々の尺度や順序を変更することにより，データ主体の属性を一般化・希釈
化する技術．Opinion 05/2014, p. 16を参照． 
73 記録の中に存在するある属性(主として固有の属性)を，他のものに差し替える手法．Opinion 05/2014, 
p. 20を参照． 
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析している74(以下の表 6を参照．)． 
 
表 6 各匿名化技術の長所と短所75 
 個人選別のリスク 連結性のリスク 個人推定のリスク
仮名化 ある ある ある 
ノイズ付加76 ある おそらくない おそらくない 
置換77 ある ある おそらくない 
アグリゲーション／ 
K-匿名性78 
ない ある ある 
L-多様性79 ない ある おそらくない 
差分プライバシー80 おそらくない おそらくない おそらくない 
ハッシュ法81／ 
トークン化82 
ある ある おそらくない 
 
  上表から，各々の匿名化技術は長所と短所を持ち合わせており，固有の限界を有して
いることが読み取れる．したがって，データ取扱者が既存の技術を用いて匿名化処理を
行う際には，これらの限界を充分考慮に入れなければならない．特定の状況に対応する
特定の技術の適用を検討することや，各々の匿名化技術を組み合わせて堅牢性を高める
ことなど，慎重なエンジニアリングが必要不可欠なものとなると言える． 
  匿名化技術は，プライバシーの保証を提供しうるものであり，効率的な匿名化処理の
ために使用されるものであるが，それは適切に設計され適用された場合に限り成り立つ
ものである．このことは，対象とした匿名化が達成されるためには，匿名化処理の前提
条件や目的が明確に提示されなければならないことを意味している．つまり，最適な解
決策は，ケースバイケースによって，あるいは複数の技術を組み合わせることによって
選択する必要があると言える． 
  また，匿名化されたデータ集合であってもなお，データ主体に対する残余リスクを孕
んでいる可能性があることに配慮しなければならない．個人に関する記録を正確に取り
                                                  
74 Opinion 05/2014, p. 3-4. 
75 Id., p. 24. 
76 ランダム化の一種であり，データセット中の属性を，全体の状態を保ちながら確度を減少させるよう
に変化させる技術．Opinion 05/2014, p. 12を参照． 
77 ランダム化を行うための手順のうちの一つ．Opinion 05/2014, p. 15, 29を参照． 
78 いずれも一般化の一種であり，グルーピングによるデータ主体の選別を防ぐことを目的とした技術．
Opinion 05/2014, p. 16を参照． 
79 K-匿名性を拡張させた一般化の一種であり，同値のクラス間において，全ての属性が異なる値を持つ
ようにすることにより，確定的な推定可能性のリスクを取り除くための技術．Opinion 05/2014, p. 18
を参照． 
80 ランダム化の一種．データセットの公開に先んじて作用を及ぼすノイズ付加とは異なり，差分プライ
バシーは，データ管理者がデータセットの匿名化を行う際に，オリジナルデータのコピーを保持しなが
ら適用することができる．Opinion 05/2014, p. 15を参照． 
81 仮名化を行うための手順のうちの一つ．Opinion 05/2014, p. 20を参照． 
82 主に金融部門において用いられる仮名化の一種であり，カードの ID番号をよりリスクの低い値に差し
替えるための手法．Opinion 05/2014, p. 21を参照． 
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出すことがもはや不可能になったデータ集合でさえも，他の情報源を介して個人に関す
る情報を収集しうる可能性を保持している場合もあるからである． 
その一方で，匿名化や再識別化といった技術は，活発な研究が行われている分野でも
あり，新たな知見が日々発表されている．他方では，統計値のように全くの匿名化され
たデータであっても，現存する個人のプロフィールを強調してしまう恐れもあり，デー
タ保護に関する新たな問題も発生しつつある．したがって，匿名化は一度限りの処理と
捉えるべきではなく，付随するリスクをデータ管理者が定期的に見直すべきものである
と言える． 
一般的に識別リスクを減らすためには，データ管理者は，(1)定期的に新たなリスクを
見つけ出し，残余リスクを再評価する，(2)識別リスクの制御が充分に調整されているか
どうか，適宜に評価する，(3)そのリスクを監視し，制御する，ことの 3点に留意すべき
である．また，データ集合に匿名化されていない部分が存在する場合には，その識別可
能性を残余リスクの一部として考慮すべきものと言える． 
状況的観点から識別リスクを減少させるためには，データ集合の匿名化を通して達成
される目的が，明確に提示される必要がある．この目的が，識別リスクを決定する上で
鍵となる役割を果たすものと言えるからである．また，技術的観点から識別リスクを減
少させるためには，匿名化されたデータ集合を公開する予定があるならば，当該匿名化
技術や，組み合わせた技術の混合の度合いを明らかにする必要がある． 
結論として，本意見書では，匿名化技術はプライバシーの保障を提供しうるものであ
るが，それは当該技術が適切に設計され適用された場合に限り成り立つものであること
を明言している．そのことは，匿名化処理の前提条件や目的が明確に提示されることに
より，対象とした匿名化のレベルが達成されなければならないことを意味しているもの
と言える83． 
 
 3.5 英国 ICO 報告書 
  3.5.1 概要 
   EU構成国の一つである英国においても，2012年 11月，ICOにより，「匿名化：デ
ータ保護リスク管理の実務規程」(以下「ICO 報告書」という．)が公表され，匿名化
及び個人識別性，個人データの定義等に関する提案がなされた．本報告書は，個人デ
ータの匿名化とそのリスク管理に関する実務規程を定めることで，情報公開とデータ
保護実務の促進，および透明性と説明責任のある経済の創出に寄与することを目的と
している84． 
   本報告書の前提として，1998 年に制定された英国データ保護法(Data Protection 
Act 1998, DPA)85が存在する．この DPAは，1995年の EUデータ保護指令を受けて
制定されたものであり，データ主体がもはや識別できないような方法で匿名化された
データに対しては，本法は適用されないものと解されている．したがって，個人デー
タを適切に匿名化することにより，より少ない法的規制の中で事業を行うことができ
                                                  
83 Opinion 05/2014, p. 23. 
84 ICO Report, p. 5. 
85 legislation.gov.uk §§ 1-75 (1998). 
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ると期待される86．同時に，プライバシー保護の観点からも，個人データよりも匿名
化されたデータを利用・公開した方が望ましいと言え，DPAに抵触することなく，匿
名化されたデータを公開することは可能であるとしている． 
   匿名化を理解するためには，個人データの定義を理解することが必要不可欠である
と言える．本報告書では，DPAを参考として，初めに個人データの定義の明確化をは
かっている87(次項にて詳述する．)． 
 
  3.5.2 個人データの定義 
   前記 DPAにおいては，「個人データ」を以下のように定義している． 
    
   生存する個人に関するデータであって， 
(1) 当該データによってその個人が識別できること． 
(2) 当該データとその他の情報の双方によって，その個人が識別できること． 
 
   ここでいう「その他の情報」とは，データ管理者によって所有されまたは所有され
る可能性のある情報であって，個人に関する何らかの意思表示を含み，それとともに，
データ管理者やその他の第三者の何らかの意思表示も含んでいるものを意味している． 
   また，個人データは生存する個人に関するものでなければならないため，故人に関
する記録等については DPA が適用されることはない．しかしながら，そのようなデ
ータであっても，秘密保持義務やその他の法規範によって，依然として保護される可
能性は存在する．一方で，前記の個人データの定義から導き出される帰結として，個
人に関連せず，かつ個人を識別しない情報や情報の組み合わせは，個人データには該
当しないこととなる88． 
   さらに，郵便番号や GPS データ等の空間的情報が個人データに該当するか否かに
ついて，DPAの下ではこれら空間的情報に関する基本原則は存在しないものの，状況
によっては，空間的情報が個人データの構成要素となりうるとされる(例として，建物
や土地に関する情報が，事実上，それらと結び付けられた個人に関する情報にもなっ
ているような場合が想定されている)．その他の場合に関しては，空間的情報が個人デ
ータに該当する可能性は低いものとされている89． 
 
  3.5.3 匿名化と個人識別性 
   欧州各国のデータ保護法における最も明示的な匿名化に関する引用元としては，
1995年の EUデータ保護指令の前文第 26条90である．本条においては，データ主体
がもはや識別できないような方法で匿名化されたデータに対しては，データ保護の理
念を適用すべきでないことが明らかにされている．また，本規程(英国 ICO報告書)の
                                                  
86 ICO Report, p. 6. 
87 Id., p. 11. 
88 Id., p. 11. 
89 Id., p. 30. 
90 本稿 17頁を参照． 
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ような行動指針が，個人データを匿名化する方法の手引きとして有用なものであるこ
とが述べられている．さらに，個人データの匿名化は可能なものであって，個人のた
めの重要なプライバシー保護機能を提供する目的に活用することができる旨が記され
ている91． 
   一方，本報告書においては，個人データの定義を実際に運用するにあたり，以下の
2つの主な理由により，困難が生じる可能性について言及している． 
 
  (1) 個人は数多くの異なる方法によって識別される可能性があるため，「識別」の概念
と「匿名化」の概念が曖昧なものとなっている．これには，単一のデータソースに
よって個人が明確に識別できる「直接的識別」の場合(例：名簿にフルネームが含
まれている場合)と，識別のために 2 つ以上のデータソースが組み合わされる「間
接的識別」の場合の双方が含まれる可能性がある． 
 
  (2) ある事業者が，それ自体では個人を識別しないデータしか公開していなかったと
しても，第三者が，入手可能な他のデータを用いて，再識別化をする可能性が存在
する． 
 
匿名化に伴う再識別化のリスクについては，それを一概に評価することは不可能で
あると考えられる．なぜならば，異なる形態で匿名化されたデータは，異なる再識別
化リスクを引き起こす可能性があるからである．再識別化リスクの判断に当たっては，
多数の境界例が存在することから，個々の状況に応じた慎重な対応が求められるもの
と言える．例えば，ある人が再識別化の過程を通じて個人データを生成したとすれば，
当人にはデータ管理者としての責任が生じるものと考えられる92． 
 
  3.5.4 匿名化データの公開方法に関するフローチャート 
   個人データに該当しないデータであるからと言って，必ずしもそれを常に公開でき
るとは限らない．一方で，DPAにおける個人データの定義は，当該データが個人を識
別しない状況を含むケースにまで拡張できるものでもない93．以上を踏まえて，本報
告書では，匿名化したデータの公開方法に関するフローチャートを次頁の図 1のよう
に提示している94．  
                                                  
91 ICO Report, p. 12. 
92 Id., p. 18, 36. 
93 Id., p. 34. 
94 Id., p. 17. を参考に筆者が図を作成． 
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個人データが含まれているか？ 
―もしそれが明確ではない場合，以下の 3点を考慮すべきである． 
(1) 当該データや他のデータによって，個人が合理的に識別できるか？ 
(2) 公衆や研究者やその他の組織にとって，他のいかなるデータが利用可能であるか？ 
(3) どのようにして，なぜ，当該データが他のデータセットに関連付けられ得るのか？ 
Yes―当該データにより個人が識別され得る． No―当該データは，識別可能
な個人とは関連しない． 
DPA が当該個人データの公開を認めていない
場合には，当該情報が匿名化できるかどうかを
考慮する必要がある． 
公開するデータに個人データ
が含まれていない場合には，
DPAは関与しない． 
十分なレベルの匿名化を保証するための手順を確立する．考慮すべき要素は以下の 4点．
(1) 再識別化が企図される可能性． 
(2) 再識別化が成功する可能性． 
(3) 利用可能な匿名化技術． 
(4) 匿名化が行われた後のデータの質と，それが匿名化情報を利用する組織のニーズを
満たすものであるかどうか． 
容認できるリスクの程度に応じて，当該データ
を検査する．その際には，検査の過程を文書化
すべきである．そのデータはなおも個人を合理
的に識別しうるか？ 
Yes―容認しがたい程度の識別リスクがなおも存在す
る．さらなる修正を実施し，再検査を行う． 
許容できるレベルまで識別リスクを減少させるのが不
可能な場合には，処理過程がデータ保護法やその他の
関連法に従うものでない限り，公開してはならない． 
No―当該データはもはや個
人を識別することができな
い．そのデータは，リスク評
価に基づき，受信者へ公開・
公表することができる． 
図１ 匿名化データの公開方法に関するフローチャート 
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4. 日本における個人識別性に関する議論 
 4.1 日本における個人情報保護法制 
  4.1.1 個人情報保護法 
   日本の個人情報保護法制は，2003年に制定された「個人情報の保護に関する法律」
(以下「個人情報保護法」という．)を含む 5つの法律(以下「個人情報保護法関連五法」
という．)によって構成されている．個人情報保護法第 2条 1項には，「個人情報」の
定義として，「この法律において「個人情報」とは，生存する個人に関する情報であっ
て，当該情報に含まれる氏名，生年月日その他の記述等により特定の個人を識別する
ことができるもの(他の情報と容易に照合することができ，それにより特定の個人を識
別することができることとなるものを含む．)をいう．」と規定されている．また，同
条 6 項には，「この法律において個人情報について「本人」とは，個人情報によって
識別される特定の個人をいう．」とある．この定義から，「個人情報」といえるために
は，以下の 3つの要件すべてを満たす必要があり，それぞれ次のように解釈されてい
る95． 
 
  (1) 「個人に関する情報」であること 
   個人の内心，外観，活動等の状況のみならず個人の属性に関する情報のすべてをい
う．すなわち，個人の氏名，年齢，性別，住所，家族関係，職業，活動等の事実に関
する情報のみならず，個人に関する判断・評価，個人が創作した表現・ノウハウ等人
格権的又は財産権的に価値ある情報，その他個人と関係づけられるすべての情報を意
味する． 
 
  (2) 「生存」する個人の情報であること 
   情報を取得した時点で「生存」していても，その後に本人が死亡した場合には，死
亡時点で個人情報ではなくなる．そのため，死亡時以降にその情報を取り扱っても，
本法の対象外となる． 
 
  (3) 個人識別性があること 
   「氏名」は，もともと個人を識別するものとして用いられており，また，実際に最
も個人を特定しやすい情報であると考えられる．「その他の記述等」としては，例えば，
住所，年齢，性別，電話番号，個人別に付された番号，記号(会員番号，金融機関の口
座番号，試験の受験番号等)等が挙げられる．映像や音声情報も，それによって特定の
個人が識別される場合は，「個人情報」に含まれる96． 
   一方，個人情報保護法第 2条 1項カッコ書きに規定されている「他の情報と容易に
照合することができ(容易照合性)，それにより特定の個人を識別することができるこ
ととなるもの」に該当する場合には，それ自体は個人識別性がない情報であっても，
個人識別性が認められるケースがある．これは，特別の調査を行ったり，特別のソフ
                                                  
95 岡村久道『個人情報保護法の知識』 (日本経済新聞出版社，第 2版，2010) 92-98 頁． 
96 園部逸夫編『個人情報保護法の解説』 (ぎょうせい，2003) 49 頁． 
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トを組み込むといった特別の費用や手間をかけることなく，事業者において通常の業
務における一般的な方法で，個人を識別する他の情報との照合が可能な状態を示して
いる97． 
 
  4.1.2 行政機関情報公開法等 
   前記の個人情報保護法における個人情報の定義に関連する記述は，1999年に制定さ
れた「行政機関の保有する情報の公開に関する法律」(以下「行政機関情報公開法」と
いう．)においても見られる．同法第 5 条柱書には，「行政機関の長は，開示請求があ
ったときは，開示請求に係る行政文書に次の各号に掲げる情報(以下「不開示情報」と
いう．)のいずれかが記録されている場合を除き，開示請求者に対し，当該行政文書を
開示しなければならない．」とある． 
   本条1号には，「個人に関する情報(事業を営む個人の当該事業に関する情報を除く．)
であって，当該情報に含まれる氏名，生年月日その他の記述等により特定の個人を識
別することができるもの(他の情報と照合することにより，特定の個人を識別すること
ができることとなるものを含む．)又は特定の個人を識別することはできないが，公に
することにより，なお個人の権利利益を害するおそれがあるもの．ただし，次に掲げ
る情報を除く．」とあり，本条柱書の原則開示の例外として，個人に関する情報が不開
示情報となる場合の要件を定める．ただし，本号本文に該当する情報であっても，本
号ただし書きに該当する情報は，例外的に開示される．「個人に関する情報」には，個
人の内心，身体，身分，地位その他個人に関する一切の事項についての事実，判断，
評価等のすべての情報が含まれる．また，個人情報保護法や行政機関個人情報保護法
においては，個人情報を「生存する個人に関する情報」と明示しているが，本号では
単に「個人」と定めており，本号の「個人」には，一般に死者を含むものと解釈され
ている98． 
   以下では，本号における個人識別性を規定した箇所について，3 つの構成要素に分
けて述べる． 
 
  (1) 「当該情報に含まれる氏名，生年月日その他の記述等により特定の個人を識別す
ることができるもの」 
 
   「特定の個人を識別することができるもの」の範囲は，当該情報に係る個人を識別
させることとなる氏名その他の記述の部分だけでなく，氏名その他の記述等により識
別される特定の個人情報の全体である．また，「その他の記述等」とは，住所，電話番
号，役職名，個人別に付された記号，番号(振込口座番号，試験の受験番号，保険証の
記号番号等)である99． 
                                                  
97 園部・前掲注(96) 『個人情報保護法の解説』 49 頁． 
98 右崎正博ほか「新基本法コンメンタール 情報公開法・個人情報保護法・公文書管理法」別冊法学セ
ミナー 224 号 (2013) 37-38 頁． 
99 右崎ほか・前掲注(98)「新基本法コンメンタール 情報公開法・個人情報保護法・公文書管理法」 39    
  頁． 
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  (2) 「他の情報と照合することにより，特定の個人を識別することができることとな
るものを含む」 
    
当該情報それ自体で特定の個人を識別することはできないが，他の情報と照合する
ことにより，特定の個人を識別することができるものについても，個人識別情報とし
て不開示とする方式(モザイク・アプローチ)を採用している100．個人情報保護法 2 条
1 項が「他の情報と容易に照合することができ」と規定し，容易照合性を要件として
いるのに対して，本条 1号には「容易に」という文言が含まれておらず，照合の容易
性を要件から外している． 
このように，照合の容易性を外して個人識別性の定義付けを行う手法は，2003年に
個人情報保護法関連五法の一つとして制定された「行政機関の保有する個人情報の保
護に関する法律」(以下「行政機関個人情報保護法」という．) においても見られる．
同法第 2条 2項では，個人識別性の判断に際して，「他の情報と照合することができ，
それにより特定の個人を識別することができることとなるものを含む．」としている． 
行政機関情報公開法や行政機関個人情報保護法において，このように照合の容易性
を要件から外しているのは，行政機関が保護する個人情報の範囲を，民間部門のそれ
よりも広げるための措置であると解されている101． 
 
  (3) 「特定の個人を識別することはできないが，公にすることにより，なお個人の権
利利益を害するおそれがあるもの」(権利侵害情報) 
    
情報公開法要綱案102では，個人が識別されない部分を開示しても，個人の権利利益
が害されない場合には，その部分を開示すべきであるとしていた．その反対解釈とし
て，たとえ，個人が識別されない部分であっても，それを開示することが，個人の権
利利益を害することがありうるという前提に立ち，かかる部分は開示を禁ずるという
趣旨である103． 
 
 4.2 総務省パーソナルデータの利用・流通に関する研究会 
  4.2.1 概要 
   日本では，前記の米国や欧州における個人識別性に関する議論の高まり等を背景と
して，2012年 11月，プライバシー保護等に配慮したパーソナルデータ(個人に関する
情報)のネットワーク上での利用・流通の促進に向けた方策について検討するために，
総務省パーソナルデータの利用・流通に関する研究会が発足し，翌年 6 月 12 日に報
告書が公表された．本報告書は，パーソナルデータの適正な利用・流通の促進に向け
                                                  
100 右崎ほか・前掲注(98)「新基本法コンメンタール 情報公開法・個人情報保護法・公文書管理法」 39    
  頁． 
101 宇賀克也『新・情報公開法の逐条解説』 (有斐閣，第 5版，2010) 73 頁． 
102 “情報公開法要綱案(中間報告)全文”. 総務省. 1996-04-24. 
http://www.soumu.go.jp/main_sosiki/gyoukan/kanri/b_20.htm, (参照 2015-01-10). 
103 宇賀・前掲注(101)『新・情報公開法の逐条解説』 74 頁． 
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て，パーソナルデータの利活用のルールを明確化するため，パーソナルデータの利活
用の枠組み及びその実現のための方向性を提示することを目的としている104． 
また，現行の個人情報保護法において定義される「個人情報」の要件のうち，「特定
の個人を識別することができる」(個人識別性)部分については，具体的な情報(例えば，
端末 ID，IPアドレス，クッキー等)が個人識別性の要件を満たすか否か，あるいは個
人識別性がない情報であっても保護対象とすべきものがあるのではないかなど様々な
議論が存在する．このことから，本報告書では，個人識別性を有する「個人情報」に
限定することなく，広く「個人に関する情報」を「パーソナルデータ」と定義して検
討の対象とすることとし，その中で「保護されるパーソナルデータ」の範囲について
検討を行っている105． 
 
  4.2.2 パーソナルデータの利活用の枠組み 
  (1) パーソナルデータ利活用の 7原則106 
   保護されるパーソナルデータの範囲を検討するに先立ち，パーソナルデータの保護
の目的を明らかにするという観点から，本報告書では，初めにパーソナルデータの利
活用の基本理念として，以下の 2点を掲げている． 
 
① 個人情報保護を含むパーソナルデータの保護は，主としてプライバシー保護のため
に行うものであること． 
 
② プライバシーの保護は，絶対的な価値ではなく，表現の自由，営業の自由などの他
の価値との関係で相対的に判断されるべきものであること． 
 
その上で，これらのパーソナルデータの利活用の基本理念を具体化するものとして，
次頁の 7項目を，パーソナルデータ利活用の原則として提示している． 
 
 
 
 
 
 
 
 
 
 
 
 
                                                  
104 総務省・前掲注(12)「パーソナルデータの利用・流通に関する研究会報告書」 1 頁． 
105 総務省・前掲注(12)「パーソナルデータの利用・流通に関する研究会報告書」 6 頁． 
106 総務省・前掲注(12)「パーソナルデータの利用・流通に関する研究会報告書」 21-23 頁． 
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表 7 パーソナルデータ利活用の 7原則 
透明性の確保 
パーソナルデータの利用に関し，本人が必要な情報に容
易にアクセスする機会を提供すること． 
本人の関与の機会の確保 
パーソナルデータの本人が，パーソナルデータをどのよ
うに利用されるかについて関与する機会を確保するこ
と． 
取得の際の経緯 
(コンテキスト)の尊重 
パーソナルデータの利用は，本人がパーソナルデータを
提供した際の経緯(コンテキスト)に沿って，本人の期待
と合致する形態で行うこと． 
必要最小限の取得 
パーソナルデータの取得は，パーソナルデータの利用目
的の実現のため必要最小限のものとすること． 
適正な手段による取得 
パーソナルデータの取得は，適正な手段によるものとす
ること． 
適切な安全管理措置 
パーソナルデータは，パーソナルデータの性質に沿って
適切な安全管理措置をとること． 
プライバシー・バイ・デザイ
ン 
パーソナルデータを利用する者は，商品開発時などその
ビジネスサイクルの全般にわたって，プライバシーの保
護をデザインとしてあらかじめ組み込んでおくこと． 
 
  (2) パーソナルデータの取扱いの在り方107 
   また，本報告書では，保護されるパーソナルデータは，そのプライバシー性の高低
により，以下の 3類型に分類し，それぞれの類型に応じて適正に取り扱うべきである
としている． 
 
  ① 一般パーソナルデータ 
保護されるパーソナルデータのうち，プライバシー性が高くないもの108． 
 
  ② 慎重な取扱いが求められるパーソナルデータ 
保護されるパーソナルデータのうち，プライバシー性が高いもの(一般パーソナル
データ又はセンシティブデータ以外の，保護されるパーソナルデータ)109． 
 
  ③ センシティブデータ 
保護されるパーソナルデータのうち，プライバシー性が極めて高いもの110． 
                                                  
107 総務省・前掲注(12)「パーソナルデータの利用・流通に関する研究会報告書」 26-29 頁． 
108 例として，氏名など本人を識別する目的などで一般に公にされている情報，本人の明確な意図で一般
に公開された情報などが挙げられる． 
109 例として，スマートフォンやタブレット端末など移動体端末に蓄積されるパーソナルデータ(電話帳
情報，GPSなどの位置情報，通信内容・履歴及びメール内容・送受信履歴等の通信履歴，アプリケー
ションの利用履歴及び写真・動画，契約者・端末固有 IDなど)や，継続的に収集される購買・貸出履
歴，視聴履歴，位置情報などが挙げられる． 
110 例として，思想，信条及び宗教に関する情報や，人種，民族，門地，身体・精神障害，犯罪歴，病歴
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   パーソナルデータの取扱いについては，これら 3つのプライバシー性の高低による
分類に加えて，取得の際の経緯(コンテキスト)に沿った取扱いであるか否かの区分に
応じて，適正に行うべきであるとしている．以下の表 8は，この区分に基づいて，パ
ーソナルデータの取扱いの在り方を分類したものである． 
 
表 8 パーソナルデータの取扱いの在り方 
 
取得の際の経緯(コンテキスト)に沿う
取扱いをする場合 
取得の際の経緯 (コ
ンテキスト )に沿わ
ない取扱いをする場
合 
一般パーソナルデータ 明示的111な同意の必要なし． 
明示的かつ個別的な
同意． 
慎重な取扱いが求めら
れるパーソナルデータ 
【プライバシー性が比較的低いもの】
明示的かつ包括的112な同意． 
【プライバシー性が比較的高いもの】
明示的かつ個別的113な同意． 
センシティブデータ 明示的かつ個別的な同意． 
 
   一方，パーソナルデータの本人は，原則として，当該パーソナルデータの取扱いに
ついて同意した場合であっても，当該同意を撤回すること(明示的な同意をしていない
場合に，オプトアウト114の意思表示をすることを含む．)ができることとすべきとされ
る．また，パーソナルデータを利用する者に対しては，パーソナルデータ利活用の原
則として提示した項目の一つである「透明性の確保」の観点から，どのようなパーソ
ナルデータをどのように利用しているか等について，適切な形で開示することが求め
られるとしている． 
 
  4.2.3 枠組みの本格的な実施のための方向性 
   本報告書では，前項で提示されたパーソナルデータの利活用の枠組みの実施にあた
っては，個人情報保護法の在り方の見直しなど，制度的な取組が必要不可欠であると
指摘している． 
   その一つとして，プライバシー・コミッショナー制度(パーソナルデータの保護のた
めの独立した第三者機関)の検討を挙げている．パーソナルデータの適正な利活用の促
進のための体制の整備及び国際的な調和の取れた制度の構築の必要性を踏まえれば，
パーソナルデータの利活用に関わる様々な問題について，専門的な知見を有する人材
                                                                                                                                                  
その他の社会的差別の原因となるおそれのある事項に関する情報などが挙げられる． 
111 「明示的」な同意とは，画面上でのクリックや文書による同意など外部的に同意の事実が明確である
同意を意味する． 
112 「包括的」な同意とは，契約約款による同意など，本人が特定のパーソナルデータについての特定の
取扱いについて認識することを必ずしも前提としていない同意を意味する． 
113 「個別的」な同意とは，画面上でのクリックなど，特定のパーソナルデータについての特定の取扱い
についての同意であることを本人が認識した上で行うことを前提とした同意を意味する． 
114 事後的に取扱いの停止を求めること． 
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を集め，パーソナルデータの利活用の基本理念及び原則を実質的に判断して，分野横
断的に迅速かつ適切に処理していくことを可能とし，かつ，諸外国の制度とも整合の
とれた制度とするため，わが国の実情や法制度を踏まえた，わが国におけるプライバ
シー・コミッショナー制度について検討を行う必要があるとしている． 
   また，企業が自主的に定めたプライバシーポリシーや，マルチステークホールダー・
プロセスを活用して策定されたルールなどについては，一般的に法的拘束力がないと
されていることから，企業等が自主的に宣言したポリシー・ルール等への遵守を確保
するための制度を整備すべきであるとしている．さらに，マルチステークホールダー・
プロセスに参加する企業と参加しない企業との間での不公平な状況の発生を防止する
ために，同プロセスに参加しルールを遵守する企業にインセンティブを与えるととも
に，同プロセスに参加しない企業についてもパーソナルデータの利活用の基本理念及
び原則の遵守を確保するための仕組みについて，検討を行うことが必要であるとして
いる． 
 
  4.2.4 保護されるパーソナルデータの範囲 
一般的に，パーソナルデータの利活用に関し，プライバシーが問題になるのは，当
該パーソナルデータと特定の個人の結びつきが強い場合である．そして，パーソナル
データと特定の個人の結びつきが強い場合とは，当該パーソナルデータについて当該
特定個人を識別する蓋然性がある場合と考えられる．また，個人情報保護法が個人識
別性を「個人情報」の要件としていることは，諸外国や国際機関等で保護の対象とし
ているパーソナルデータの範囲と概ね同様であるといえる115．以上のことから，保護
されるパーソナルデータの範囲については，現行の個人情報保護法と同様に，個人識
別性を有するものとすることが，基本的には妥当と考えられるとしている． 
   しかし，具体的に個人識別性の該当性について判断し，保護されるパーソナルデー
タの範囲を画定するに当たっては，プライバシーの保護というパーソナルデータの利
活用の基本理念を踏まえて実質的に判断することが必要であると考えられる．そこで，
プライバシーの保護というパーソナルデータの利活用の基本理念を踏まえて実質的に
判断される個人識別性を概念上明確にするため，本報告書ではこれを「実質的個人識
別性」と定義して，保護されるパーソナルデータの範囲を検討している． 
   本報告書では，以下の 5つの具体例に即して，それぞれのケースにおいて保護され
るべきパーソナルデータに該当するか否かの考えを整理している． 
 
  (1) 個人の PCやスマートフォン等の識別情報(端末 ID等)など 
   一義的には PC やスマートフォンといった特定の装置を識別するものであるが，実
質的には特定の個人と継続的に結びついており，実質的個人識別性の要件を見たすと
                                                  
115 諸外国や国際機関等では，「識別された又は識別可能な個人(identified or identifiable individual)に
関する情報」をパーソナルデータと定義している例が多い．一方，米国のプライバシー権利章典など
では，保護の対象を，特定個人に「連結可能(linkable)」な情報と定義し，スマートフォンや家庭の
コンピュータの識別子など特定のコンピュータその他のデバイスに連結するデータも含むとしてい
る． 
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判断される．したがって，これらは保護されるパーソナルデータの範囲に含まれるも
のと考えられる． 
 
  (2) IPアドレスやクッキー 
これらは必ずしも，全ての場合において継続的に特定の装置を識別するものではな
い．したがって，保護されるパーソナルデータの範囲に常に含まれるものではなく，
一般的には，他の保護されるパーソナルデータと連結する形で取得・利用される場合
に限って，実質的個人識別性の要件を満たすものと考えられる． 
 
  (3) 継続的に収集される購買・貸出履歴，視聴履歴，位置情報等 
   氏名等の他の実質的個人識別性の要件を満たす情報と連結する形で取得・利用され
る場合には，それにより実質的個人識別性の要件を満たすこととなる．一方で，仮に
他の実質的個人識別性の要件を満たす情報と連結しない形で取得・利用される場合で
あったとしても，特定の個人を識別することができるようになる蓋然性が高いと言え，
実質的個人識別性の要件を満たすものと考えられる．したがって，上記いずれの場合
においても，保護されるパーソナルデータの範囲に含まれるものと考えられる． 
 
  (4) 一般に公開されている国の統計情報など，再識別化を不可能又は十分に困難にし
たといえるもの 
実質的個人識別性はないと言えることから，保護されるパーソナルデータには当た
らず，自由に利活用することとして差し支えないと考えられる．ただし，氏名等の他
の実質的個人識別性の要件を満たす情報と連結する形で取得・利用される場合には，
(3)と同様に保護されるパーソナルデータの範囲に含まれる． 
 
(5) 他の情報との連結等により再識別化の可能性がある，匿名化されたパーソナルデ
ータ 
FTCプライバシー・レポート等を踏まえ，以下の匿名化の 3要素を提案している． 
 
① 適切な匿名化措置を施していること． 
② 匿名化したデータを再識別化しないことを約束・公表すること． 
③ 匿名化したデータを第三者に提供する場合は，提供先が再識別化をすることを契約
で禁止すること． 
 
これらをすべて満たす場合には，実質的個人識別性はないものと判断される．した
がって，保護されるパーソナルデータには当たらず，本人の同意を得なくても，利活
用を行うことが可能であると考えられている116． 
 
 
                                                  
116 総務省・前掲注(12)「パーソナルデータの利用・流通に関する研究会報告書」 33 頁． 
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 4.3 経済産業省 IT 融合フォーラムパーソナルデータワーキンググループ 
また，2012年 11月には，経済産業省において，データを活用した新産業創出を目指
す IT融合政策の一環として「IT融合フォーラムパーソナルデータワーキンググループ」
が設置され，パーソナルデータの取扱いに当たっての消費者と事業者の信頼関係構築の
在り方について検討が行われた．翌年 5月に，その成果として報告書が発行されている． 
検討にあたっては，パーソナルデータから実際のサービスが生み出されるまでのプロ
セスに注目し，消費者から様々なインターフェースを通じてデータを集める「取得」，こ
れを適切に管理しながら有益な情報を抽出する「管理・解析」，具体的なサービスを創出
する「利活用」の 3つのフェーズに整理117し，各フェーズ及びこれら横断的な課題につ
いて整理が行われた118．その結果，特にデータ取得フェーズにおいて，事業者側の透明
性が十分に確保されておらず，さらには，利用規約やプライバシーポリシーといったも
のが，消費者の理解を得る上での機能を十分に果たしていないために，取得する情報項
目や利用目的に関し，事業者と消費者の認識にずれが生じていることが指摘された．そ
のため，本報告書では，事業者によるデータ取得フェーズに焦点を当て，信頼関係を構
築するための手法として「分かり易い表示」，「情報提供機関の活用」，「消費者による開
示情報の選択」の 3つの観点から検討が行われ，以下のような結論が下された119． 
第一に，パーソナルデータを巡る消費者と事業者の間のトラブルを解決するための一
つの方策として，多くの利用規約等にみられるような，冗長で分かりにくい記述等では
なく，消費者の理解を助けるような，分かり易い形での情報提供が必要となる．そのよ
うな分かり易い表示のための手法・アプローチとしては，記載事項，表現振りの 2点が
考えられる．記載事項に関する留意点としては，「サービスの概要」，「取得するパーソナ
ルデータと取得の方法」，「パーソナルデータの利用目的」，「第三者提供の有無及び提供
先」，「提供の停止の可否と，停止の方法」，「問い合わせ先」の 6項目が，記載すべき 1
つの目安として提示された．また，記載事項を具体的に記述する際の表現振りに関する
留意点としては，「細分化・具体化」，「取得する情報項目の種類と利用目的の紐付け」，
「記載の優先順位付け」，「取得情報の必須度」，「第三者提供の範囲の明示」の 5点が挙
げられた．「分かり易い表示」を実践するための具体的な手法としては，「平易で簡潔な
表示」，「ラベルによる一覧表示」，「アイコンによる一覧表示」の 3種類が例として取り
上げられた120． 
第二に，消費者と事業者の間の信頼関係の構築を阻害する要因の一つに，双方が十分
な情報を持っていないことが挙げられる．これを解消するためには，必要な情報を提供
する機関を活用することが有効であると言える．情報提供機関の活用のために，情報提
                                                  
117 フェーズの整理に当たっては，データの利活用に着目した整理を行うため，個人情報保護法における
「取得・管理・利用」の分類を採用せず，パーソナルデータを利活用した事業活動の実態に即した整
理が行われている． 
118 経済産業省「パーソナルデータ利活用の基盤となる消費者と事業者の信頼関係の構築に向けて」
(2013) 5 頁． 
119 経済産業省・前掲注(118)「パーソナルデータ利活用の基盤となる消費者と事業者の信頼関係の構築に
向けて」 7-9 頁． 
120 経済産業省・前掲注(118)「パーソナルデータ利活用の基盤となる消費者と事業者の信頼関係の構築に
向けて」 11-15 頁． 
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供機関を，消費者に対して事業者の信頼性に関する情報を提供する「審査・認証機関」，
事業者に対して個人情報保護法やプライバシーに関する法の情報等を提供する「助言機
関」の 2 種類に分類し，それぞれに求められる役割，能力等について検討が行われた．
また，情報提供機関の社会的な信頼性の確保のために，既に一定の信頼性を有する民間
機関がこの役割を担う方法，民間の認証スキームに基づく方法，公的な認証制度を構築
する方法，公的機関がその役割を担う方法等が議論され，いずれの方法が最適であるか，
引き続き検討が必要であると結論付けられた121． 
第三に，現状では，消費者は事業者が一方的に定める利用規約やプライバシーポリシ
ーに応じて，事業者が求める情報を開示するか，あるいはサービスを利用しないか，と
いう二者択一を迫られるケースが多い点が指摘できる．一方で，消費者が自ら判断した
情報の開示度合に応じてサービスを提供する仕組みがあれば，消費者の納得感や受容度
を高める効果が期待できる．そのような消費者による開示情報の選択を実現するための
民間における取組として，米国の Facebookや，日本国内において IT融合システム開発
プロジェクトとして実証が行われている Privacy Policy Managerなどの事例を取り上
げ，事業者が消費者からパーソナルデータを取得する際に求められる留意事項に関して，
検討が行われた122． 
 
 4.4 世界最先端 IT 国家創造宣言 
2013年 6月，「世界最先端 IT国家創造宣言」123が閣議決定された(その後，2014年 6
月に改正版124が閣議決定．)．これは，世界最高水準の IT 利活用社会の実現に向けて，
行政，産業界，学界及び国民一人一人が，皆で共有・協働し，IT・情報資源の利活用に
より未来を創造する国家ビジョンとして策定されたものである．本戦略では，2020年ま
でに，世界最高水準の IT 利活用社会の実現とその成果を国際展開することを目標とし
て，デジタル技術における急速な技術革新と，グローバルな情報社会の進展を踏まえ，
データの活用にあたり「見える化」を重要視し，以下の 3項目を柱として，目指すべき
社会・姿を明らかにし，その実現に必要な取組を示している125． 
 
 (1) 革新的な新産業・新サービスの創出及び全産業の成長を促進する社会． 
(2) 健康で安心して快適に生活できる，世界一安全で災害に強い社会． 
(3) 公共サービスがワンストップで誰でもどこでもいつでも受けられる社会． 
 
これらのうち，特に(1)の実現のための取組の一つとして，ビッグデータ利活用による
新事業・新サービス創出の促進が挙げられている．ビッグデータの中でも，特に利用価
                                                  
121 経済産業省・前掲注(118)「パーソナルデータ利活用の基盤となる消費者と事業者の信頼関係の構築に
向けて」 18-19 頁． 
122 経済産業省・前掲注(118)「パーソナルデータ利活用の基盤となる消費者と事業者の信頼関係の構築に
向けて」 21-22 頁． 
123 首相官邸・前掲注(13)「世界最先端 IT 国家創造宣言について」 26 頁． 
124 首相官邸「世界最先端 IT 国家創造宣言の変更について」(2014) 30 頁． 
http://www.kantei.go.jp/jp/singi/it2/kettei/pdf/20140624/siryou1.pdf. 
125 首相官邸・前掲注(124)「世界最先端 IT 国家創造宣言の変更について」 4-5 頁． 
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値が高いと期待されている，個人の行動・状態等に関するデータであるパーソナルデー
タの取扱いについて，その利活用を円滑に進めるため，個人情報及びプライバシーの保
護との両立を可能とする事業環境整備の促進を掲げている．環境整備に当たっては，プ
ライバシーや情報セキュリティ等に関するルールの標準化や国際的な仕組み作りを通じ
た利便性向上及び国境を越えた円滑な情報移転が重要であり，OECD等国際交渉の場を
活用し，国際的な連携を推進することとしている126． 
  また，本戦略を推進するための体制・方策の一つとして，規制改革と環境整備を挙げ
ている．特に，ビッグデータ等の利活用を推進するためのデータ利活用環境整備を行う
ために，IT総合戦略本部の下に設置された検討組織等において，データの活用と個人情
報及びプライバシーの保護との両立に配慮したデータ利活用ルールの策定等を進めるこ
ととしている．それとともに，番号制度における「特定個人情報保護委員会」の機能・
権限の拡張などの整理を踏まえた第三者機関(プライバシー・コミッショナー)の体制整
備，個人データを加工して個人が特定される可能性を低減したデータの個人情報及びプ
ライバシー保護への影響に留意した取扱いなどを含む「パーソナルデータの利活用に関
する制度見直し方針」127を踏まえ，法改正の内容を大綱として取りまとめ，2015 年通
常国会に関連法案を提出することとしている128． 
 
 4.5 内閣官房パーソナルデータに関する検討会 
  前記「世界最先端 IT 国家創造宣言」を受けて，内閣官房パーソナルデータに関する
検討会が 2013年 9月 2日より開催され，同年 12月 10日の第 5回会合において「パー
ソナルデータの利活用に関する制度見直し方針(案)」129が提案された．その後，同月 20
日に高度情報通信ネットワーク社会推進戦略本部(IT総合戦略本部)において本方針の決
定がなされた130． 
本検討会では，まず，同年 10月 2日開催の第 2回会合において，新潟大学教授の鈴
木正朝委員により日本版匿名化の 3要素として，以下の立法措置が提案された． 
 
(1) 提供先での再識別化リスクに対する安全管理的観点から，合理的な技術的匿名化措
置をすること． 
(2) 匿名データを再識別化しない旨を提供先と契約すること． 
(3) 第三者機関が告示する方法で，再識別化しない旨を公表すること． 
 
これらすべてを満たす場合については，本人への同意なく，事業者の第三者提供を可
能にすべきものと提案された131． 
                                                  
126 首相官邸・前掲注(124)「世界最先端 IT 国家創造宣言の変更について」 8-9 頁． 
127 首相官邸「パーソナルデータの利活用に関する制度見直し方針」(2013) 5 頁． 
http://www.kantei.go.jp/jp/singi/it2/kettei/pdf/dec131220-1.pdf. 
128 首相官邸・前掲注(124)「世界最先端 IT 国家創造宣言の変更について」 28-29 頁． 
129 首相官邸「パーソナルデータの利活用に関する制度見直し方針(案)」(2013) 6 頁． 
http://www.kantei.go.jp/jp/singi/it2/pd/dai5/siryou3-1.pdf. 
130 首相官邸・前掲注(127)「パーソナルデータの利活用に関する制度見直し方針」 5 頁． 
131 鈴木正朝「「パーソナルデータの取扱いルール整備に向けて検討すべき論点」について(私案)」(2013) 
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その後，同年 12月 20日決定の「パーソナルデータの利活用に関する制度見直し方針」
においては，第三者機関の体制整備が挙げられ，社会保障・税番号制度(マイナンバー制
度)における「特定個人情報保護委員会」を第三者機関の受け皿とすることが提案された．
また，個人データを加工して個人が識別される可能性を低減したデータ(匿名化措置を施
したデータ)について，第三者提供の際に本人の同意を不要とする新たな類型を設けるこ
とが提案された． 
一方，日本版匿名化の 3要素の導入についての言及は見られなかった． 
保護されるパーソナルデータの範囲については，総務省パーソナルデータの利用・流
通に関する研究会報告書を踏まえ，実質的に個人が識別される可能性を有するものを対
象とし，プライバシー性が極めて高い「センシティブデータ」については，新たな類型
を設け，その特性に応じた取扱いを行うこととしている． 
 
 4.6 パーソナルデータの利活用に関する制度改正大綱 
  4.6.1 概要 
   前記「パーソナルデータの利活用に関する制度見直し方針」に基づき，具体的に個
人情報保護関係法令の改正等により措置する内容の方向性として，2014年 6月 24日，
「パーソナルデータの利活用に関する制度改正大綱」が閣議決定された． 
   本大綱においては，第一に，個人が特定される可能性を低減したデータの取扱いに
ついて定めている．現行法では，個人データの第三者提供や目的外利用をする場合，
一定の例外事由を除き本人の同意を要することとしている．これに対して，特定の個
人が識別される可能性を低減したデータについて，新たな類型を設け，特定の個人を
識別することを禁止するなど適正な取扱いを定めることによって，本人の同意を得ず
に第三者提供や目的外利用を行うことを可能とするなど，情報を円滑に利活用するた
めに必要な措置を講じることとしている132． 
   また，第二に，現状のパーソナルデータの中には，個人情報として保護の対象に含
まれるか否かが事業者にとって明らかでないために「利活用の壁」となっているもの
があるとの指摘があることから，保護対象を見直し，事業者の組織，活動の実態及び
情報通信技術の進展など社会の実態に即した柔軟な判断をなし得るものとなるよう留
意するとともに，技術の進展や新たなパーソナルデータの利活用のニーズに即して，
機動的に行うことができるよう措置することとしている．なお，保護の対象となる「個
人情報」等の定義への該当性については，第三者機関が解釈の明確化を図るとともに，
個別の事案に関する事前相談等により迅速な対応に努めることと定めている． 
   これに関連して，個人情報の取扱いについて，情報が集積，突合及び分析等される
ことにより，本人が認知できないところで特定の個人が識別される場合における，個
人情報取扱事業者がとるべき手続等について，必要な措置を講じることとしている．
具体的な措置については，情報の性質等に留意しつつ，引き続き検討することとし，
その際には，本人が十分に認知できない方法で，個人情報を取得する際に特定した利
                                                                                                                                                  
2 頁以下 http://www.kantei.go.jp/jp/singi/it2/pd/dai2/siryou1-2.pdf. 
132 首相官邸・前掲注(15)「パーソナルデータの利活用に関する制度改正大綱」 10 頁． 
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用目的から大きく異なる利用目的に変更されることとならないよう，実効的な規律を
導入することと定めている． 
   さらに，パーソナルデータの利活用の促進と個人情報及びプライバシーの保護を両
立させるため，マルチステークホールダー・プロセスの考え方を活かした民間主導に
よる自主規制ルールの枠組みを創設することとしている．自主規制ルールを策定する
民間団体は，法令等の規程のほか，法令等に規定されていない事項についても，情報
通信技術の進展等に応じて，個人情報及びプライバシーの保護のために機動的な対処
を要する課題に関して，情報の性質や市場構造等の業界・分野ごとの特性及び利害関
係者の意見を踏まえてルールを策定し，当該ルールの対象事業者に対し必要な措置を
行うことができることと定めている．また，第三者機関は当該ルール又は民間団体の
認定133等を行うことができることとしている134． 
   第三には，専門的知見の集中化，分野横断的かつ迅速・適切な法執行の確保により，
パーソナルデータの保護と利活用をバランスよく推進するため，独立した第三者機関
を設置し，その体制整備を図ることと定めている．この第三者機関は，行政手続にお
ける特定の個人を識別するための番号の利用等に関する法律(以下「番号法」という．)
に規定されている特定個人情報保護委員会の所掌事務にパーソナルデータの取扱いに
関する事務を追加するもので，パーソナルデータの取扱いに関する監視・監督，事前
相談・苦情処理，基本方針の策定・推進，認定個人情報保護団体等の監視・監督，国
際協力等の業務を行うこととなる． 
   第三者機関の具体的な権限としては，現行の主務大臣が有している個人情報取扱事
業者に対する権限・機能(助言，報告徴収，勧告，命令)に加えて，指導，立入検査，
公表等を行うことができることと定めるとともに，現行の主務大臣が有している認定
個人情報保護団体に対する権限・機能(認定，認定取消，報告徴収，命令)を有するも
のとしている．また，第三者機関は，民間主導による個人情報及びプライバシーの保
護の枠組みの創設に当たり，自主規制ルールの認定等を行うものとし，さらに，国境
を越えた情報流通を行うことを可能とする枠組みの創設に当たっても，認証業務を行
う民間団体の認定，監督等を行うこととしている． 
   その他の主要な改正事項として，現行法における，取り扱う個人情報によって識別
される特定の個人の数が 5,000以下である場合の個人情報取扱事業者としての適用除
外の規程を廃止し，個人の権利利益を侵害するおそれが少ないと認められる一定の要
件を満たす者については，義務違反行為が故意又は重過失によるものであるなどの事
由がない場合には，勧告及び命令の対象としないこととできるよう，必要な措置を講
じることとしている135． 
また，社会的差別の原因となるおそれがある人種，信条，社会的身分及び前科・前
歴等に関する情報を機微情報136として定め，個人情報にこれらの情報が含まれる場合
                                                  
133 認定を受けた民間団体は，「認定個人情報保護団体」と呼ばれる． 
134 首相官邸・前掲注(15)「パーソナルデータの利活用に関する制度改正大綱」 10-12 頁． 
135 首相官邸・前掲注(15)「パーソナルデータの利活用に関する制度改正大綱」 13-16 頁． 
136 「パーソナルデータの利用・流通に関する研究会報告書」や「パーソナルデータの利活用に関する制
度見直し方針」等においては，「センシティブデータ」という用語を用いている． 
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には原則として取扱いを禁止するなどの慎重な取扱いとすることについて検討するこ
ととしている．一方で，機微情報を含む個人情報の利用実態及び現行法の趣旨に鑑み
て，本人の同意により取得し，取り扱うことを可能とするとともに，法令に基づく場
合や人の生命・身体又は財産の保護のために必要がある場合の例外規定を設けるなど，
取扱いに関する規律を定めることとしている137． 
   本大綱によれば，個人情報保護法改正に向けた今後のスケジュールとして，2015
年 1月以降，可能な限り早期に関係法案を国会に提出することとしている138． 
 
  4.6.2 パブリックコメントの結果 
本大綱は，公表の翌日から 1か月間(2014年 6月 25日～2014年 7月 24日)，パブ
リックコメントに付された．その結果，個人 142名，法人・団体 71社の計 213名か
ら，延べ 1,051 件の意見が寄せられ，同年 10 月に内閣官房により報告書が公表され
た139．前項において述べた本大綱の要点に関連する項目を中心として，それらに対し
て寄せられた種々の意見のうち，特に数が多いものを以下の表 9にまとめている． 
 
 
 
表 9 パーソナルデータの利活用に関する制度改正大綱へのパブリックコメント結果140 
項目 パブリックコメントの趣旨 
個人が特定される可
能性を低減したデー
タの取扱い 
(1) 個人が特定される可能性を低減したデータの枠組みに賛同
する． 
(2) 個人が特定される可能性を低減したデータであっても，本人
同意は必要であり，オプトインやオプトアウトにより加工対
象から外すべきである． 
(3) 加工の度合いが曖昧であるため，明確にすべきであり，民間
の自主規制に任せるのは実効性がない． 
(4) 個人が特定される可能性を低減したデータの取扱いについ
ては，個人情報の対象外にするなど，事業者の運用負荷を高
めないようにすべきである． 
保護対象の明確化及
びその取扱い 
(1) 身体的特徴だけではなく，情報を集積する識別子について
も，プライバシー保護の観点から保護対象とすべきである．
(2) クレジットカードや購買履歴などへ保護対象を広げること
については，現在の実務に影響が出ないように慎重に検討す
べきである． 
                                                  
137 首相官邸・前掲注(15)「パーソナルデータの利活用に関する制度改正大綱」 11 頁． 
138 首相官邸・前掲注(15)「パーソナルデータの利活用に関する制度改正大綱」 9 頁． 
139 首相官邸「パーソナルデータに関する制度改正大綱のパブリックコメント結果」(2014) 145 頁． 
http://www.kantei.go.jp/jp/singi/it2/pd/pdf/h261007.pdf. 
140 首相官邸・前掲注(139)「パーソナルデータに関する制度改正大綱のパブリックコメント結果」 1-2 頁 
をもとに筆者が作成． 
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機微情報 
(1) 機微情報の規程を設けることに賛同する． 
(2) 機微情報の定義について，医療情報は機微情報へ入れるべき
であり，「社会的身分」という表現はその範囲が不明確なた
め，出生によるものと限定すべきである．また，反社会的勢
力に関する情報は機微情報から除外すべきである． 
(3) 機微情報は原則取扱い禁止にすべきである． 
(4) ルールを明確にした上で，機微情報の利活用を進めるべきで
ある． 
民間主導による自主
規制ルール策定・遵守
の枠組みの創設 
(1) マルチステークホールダー・プロセスおよび民間主導の自主
規制ルールを採用することについて賛同する． 
(2) 自主規制ルールを策定する「民間団体」と現行法上の「認定
個人情報保護団体」との役割の違いを明確にすべきである．
(3) 民間自主規制ルールが業界の参入障壁とならないよう，非参
加事業者についての対応も考慮すべきである． 
第三者機関 
(1) 第三者機関の設置について賛同する． 
(2) 消費者や民間実務経験者，医療関係者も第三者機関に参画で
きるようにすべきである． 
(3) 第三者機関の役割・権限を適正に運用できるような人材と予
算を確保すべきである． 
(4) 事前相談の機能や苦情受付窓口を設けるべきである． 
(5) 省庁間の業務・権限重複を排除し，主務大臣との役割分担を
明確化すべきである． 
取り扱う個人情報の
規模が小さい事業者
等の取扱い 
(1) 法律の適用は扱う個人情報の数ではなく内容によるはずで
あり，今回の見直しに賛同する． 
(2) 小規模な事業者の負担増とならないような配慮が必要であ
る． 
 
 4.7 パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案) 
  4.7.1 概要 
   前記パーソナルデータの利活用に関する制度改正大綱へのパブリックコメント等を
受け，2014年 12月 19日開催の内閣官房パーソナルデータに関する検討会第 13回会
合において，現行の個人情報保護法の改正に向けた法律案の骨子として，「パーソナル
データの利活用に関する制度改正に係る法律案の骨子(案)」141(以下「骨子案」という．)
が提案された． 
   次項以降では，本骨子案の示した個人情報保護法の主な改正点を次頁の 5点にまと
め，それぞれ検討する． 
 
 
                                                  
141 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 2 頁． 
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  (1) 個人情報の定義の拡充 
  (2) 匿名加工情報(仮称)に関する規程の整備 
  (3) 個人情報保護委員会の新設及びその権限に関する規程の整備 
  (4) 第三者提供に関する改正事項 
  (5) その他の改正事項 
 
  4.7.2 個人情報の定義の拡充 
   本骨子案は，個人情報保護法の改正に向けて，第一に個人情報の定義の拡充を提案
している．本骨子案によれば，現行法における個人情報の定義142に加えて，以下の要
件を満たすものが新たに個人情報として保護範囲に含まれることとなる143． 
 
   生存する個人に関する情報であって，次のいずれかに該当する文字，番号，記号そ
の他の符号のうち政令で定めるものが含まれるもの． 
 
  (1) 特定の個人の身体の一部の特徴を電子計算機の用に供するために変換した符号で
あって，当該個人を識別することができるもの(例：指紋データ及び顔認識データ)． 
 
  (2) 個人に提供される役務の利用若しくは個人に販売される商品の購入に関し割り当
てられ，又は個人に発行される書類に付される符号であって，その利用者若しくは
購入者又は発行を受ける者ごとに異なるものとなるように割り当てられ，又は付さ
れるもの(例：携帯電話番号，旅券番号及び運転免許証番号)． 
 
  4.7.3 匿名加工情報(仮称)に関する規程の整備 
   また，本骨子案は第二に，匿名加工情報に関する規程の整備を挙げている．ここで
いう「匿名加工情報」は，「パーソナルデータの利活用に関する制度改正大綱」で述べ
られた「個人が特定される可能性を低減したデータ」144に相当するものと考えられる．
この匿名加工情報の作成や利用，提供等に関して，以下のような規程を整備すること
としている145． 
 
  (1) 第三者に提供するために匿名加工情報を作成する際には，次項で取り上げる個人
情報保護委員会に届け出た上で，同委員会規則で定める基準に従い，個人情報から
特定の個人を識別することができる記述等の削除(他の記述等に置き換えることを
含む．)をするなど，当該個人情報を復元することができないようにその加工をし
なければならないこととする．また，匿名加工情報を作成した者は，削除をした記
述等及び加工の方法に関する情報の漏えいを防止するために必要かつ適切な措置
を講じなければならないこととする． 
                                                  
142 本稿 27-28頁を参照． 
143 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 2 頁． 
144 本稿 38頁を参照． 
145 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 4 頁． 
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  (2) (1)により匿名加工情報を作成した者が当該匿名加工情報を第三者に提供する場合
には，第三者提供をする旨を公表し，提供先に匿名加工情報であることを明示しな
ければならないこととする． 
 
  (3) (2)により取得した匿名加工情報を事業の用に供する者は，当該匿名加工情報の作
成に用いられた個人情報に係る本人を識別するために，(1)の削除をした記述等及
び加工の方法に関する情報を取得し，又は当該匿名加工情報を他の情報と照合して
はならないこととする((4)により取得した匿名加工情報を事業の用に供する場合
も同様とする．)． 
 
  (4) (2)により取得した匿名加工情報を第三者に提供する場合には，第三者提供をする
旨を公表し，提供先に匿名加工情報であることを明示しなければならないこととす
る(この(4)により取得した匿名加工情報を第三者に提供する場合も同様とする．)． 
 
  4.7.4 個人情報保護委員会の新設及びその権限に関する規程の整備146 
   さらに，本骨子は，個人情報及び匿名加工情報の取扱いに関する監督等の事務をつ
かさどる内閣府の外局たる機関として，個人情報保護委員会を設置することとしてい
る．同委員会の設置に当たっては，番号法の監督機関である特定個人情報保護委員会
を改組するものとしている．個人情報保護委員会に対しては，現行の主務大臣の有す
る報告徴収，命令，認定個人情報保護団体の認定等の権限に加えて，立入検査の権限
等も付与することとしている．その一方で，同委員会は，個人情報取扱事業者等に対
する報告徴収及び立入検査の権限を，事業所管大臣等に委任することができるものと
している． 
   加えて，認定個人情報保護団体による個人情報保護指針の作成に当たっても，同委
員会が関与することとされており，個人情報保護指針を作成する際には，消費者の意
見を代表する者等の意見を聴くよう努め，同委員会への届出をしなければならないこ
ととしている．また，同委員会は，届出を受けた個人情報保護指針を公表しなければ
ならないとともに，当該個人情報保護指針の変更等を命じることができることとして
いる． 
 
  4.7.5 第三者提供に関する改正事項 
   個人情報取扱事業者は，個人情報データベース等の提供を受ける際に，その提供を
する者が当該個人情報データベース等を取得した経緯等を確認するとともに，提供の
年月日，当該確認に係る事項等の記録を作成し，一定の期間保存しなければならない
こととしている．また，個人情報取扱事業者が個人情報データベース等の第三者提供
を行った際には，提供の年月日，提供先の氏名等の記録を作成し，一定の期間保存し
なければならないこととしている147． 
                                                  
146 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 14 頁． 
147 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 8 頁． 
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   また，個人情報取扱事業者が，本人の同意を得ない個人データの第三者提供をしよ
うとする場合には，以下の事項を，個人情報保護委員会規則で定めるところにより，
あらかじめ本人に通知し，又は本人が容易に知り得る状態に置くとともに，個人情報
保護委員会に届け出なければならないこととしている148． 
 
  (1) 第三者への提供を利用目的とすること． 
  (2) 第三者に提供される個人データの項目． 
  (3) 第三者への提供の方法． 
  (4) 本人の求めに応じて，当該本人が識別される個人データの第三者への提供を停止
すること，及び本人の求めを受け付ける方法． 
 
   一方で，個人情報取扱事業者が，個人データを外国にある第三者に提供する場合に
関しては，当該提供についての本人の同意を得るか，または以下のいずれかの要件を
満たさなければならないとして，制限を加えている149． 
 
  (1) 我が国と同等の水準にあると認められる個人情報保護の制度を有している国とし
て，個人情報保護委員会が定める国にある第三者に提供すること． 
  (2) 当該第三者が，本法の規程により個人情報取扱事業者が講じなければならないと
されている措置に相当する措置を継続的に講じるために必要なものとして，個人情
報保護委員会規則で定める基準に適合する体制を整備していること． 
 
  4.7.6 その他の改正事項 
   その他の改正事項として，本骨子案では，要配慮個人情報(仮称)に関する規程の整
備を挙げている．ここでいう「要配慮個人情報」は，「パーソナルデータの利活用に関
する制度改正大綱」で述べられた「機微情報」150 に相当するものと考えられる．本
人に対する不当な差別又は偏見が生じないようにその取扱いについて特に配慮を要す
る記述等(例：本人の人種，信条，社会的身分，病歴，犯罪被害を受けた事実及び前科・
前歴)が含まれる個人情報(要配慮個人情報)に関しては，本人同意を得ない取得を原則
として禁止するとともに，利用目的の制限の緩和及び本人同意を得ない第三者提供の
特例の対象から除外することとしている151． 
   また，小規模事業者への対応としては，現行法において規定されている，取り扱う
個人情報が少量である場合の，個人情報取扱事業者からの除外規定を削除するものと
している152． 
 
                                                  
148 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 10 頁． 
149 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 16 頁． 
150 本稿 39-40頁を参照．なお，「パーソナルデータの利用・流通に関する研究会報告書」や「パーソナ
ルデータの利活用に関する制度見直し方針」等においては，「センシティブデータ」という用語を用
いている． 
151 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 8 頁． 
152 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 12 頁． 
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5. 比較法的考察 
 5.1 米国の議論状況の総括 
  セクトラル方式を採用する米国では，事業者による自主規制を基本としつつ，特に機
密性が高い情報を扱う分野において，規制対象を限定して個別領域ごとに立法措置が講
じられている153．この米国におけるプライバシー保護法制の基礎となっているのは，PII
概念，すなわち「特定の個人を識別できる情報(以下，「個人識別情報」という．)である
か否か，という概念である．しかしながら，情報技術の進展等によって，従来ならば個
人識別情報に該当しなかったものでも，他の情報と組み合わせることで個人識別情報に
当たる例が増加しており，PII 概念自体の曖昧化が指摘されている．このような状況に
対し，PII概念の再検討・再構築を行うべきとの主張が，2011 年に Paul らによりなさ
れている．Paulらによれば，従来の PII概念に代わり，個人に関する情報を，個人が識
別された情報(identified)，個人の識別の可能性がある情報(identifiable)，個人が識別さ
れない匿名化情報(non-identifiable)の 3種に分類し，それぞれの区分に応じた情報利用
指針を適用すべきであるとしている154．学界においてこのような主張が展開される一方
で，米国のプライバシー保護法制の執行機関を担う FTC では，オンライン上の行動タ
ーゲティング広告の文脈において，PII概念よりも広い保護範囲の検討が行われてきた． 
  その一つとして，2013 年 7 月 1 日に行われた児童オンラインプライバシー保護法
(COPPA)の規則改正が挙げられる．COPPAは，13歳未満の児童を対象としたウェブサ
イト事業者やオンラインサービス事業者を法執行の対象とし，保護対象となる個人情報
の範囲を「オンライン上で収集された個人に関する情報であって，個人識別が可能であ
るもの(individually identifiable information)」と定めている．改正前には，電子メー
ルアドレス，永続的識別子，地理的情報等を含めた 7項目が COPPAの適用対象となる
個人情報として例示されていた．改正規則によって，ハンドルネーム，永続的識別子，
写真・地理的情報等の 3つの観点から保護対象が見直され，例示に含まれる個人情報の
範囲が拡大されることとなった155． 
  個人データの保護範囲に係る米国連邦政府の報告書としては，2012年 2月 23日に消
費者データプライバシーが公表され，その中で消費者プライバシー権利章典が宣言され
ている．この宣言は，商業利用されるあらゆる個人データに対して適用されるものとさ
れ，「データ集合を含めた，特定個人と連結可能な(linkable to a specific individual)あ
らゆるデータ」を，個人データとして保護の対象とすべきであるとしている．この提案
によれば，スマートフォンや家庭用コンピュータにおける ID といった，特定のコンピ
ュータやデバイスと連結されるデータであれば，個人データとして保護対象になるもの
と解される156． 
  また，同年 3 月 26 日には，前記消費者プライバシー権利章典の宣言を受けて，FTC
                                                  
153 石井・前掲注(29)『個人情報保護法の理念と現代的課題―プライバシー権の歴史と国際的視点』 419 
頁． 
154 PAUL M. SCHWARTZ & DANIEL J. SOLOVE, The PII Problem: Privacy and a New Concept of 
Personally Identifiable Information, 86 N.Y.U. L. REV. 1814-1894 (2011). 
155 入江晃史「オンライン上の児童のプライバシー保護の在り方について―米国，EUの動向を踏まえて」
情報通信政策レビュー 6 号 (2013) 3-16 頁． 
156 A Consumer Privacy Bill of Rights, p. 10. 
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により，FTCプライバシー・レポートが公表され，消費者プライバシー保護のために企
業が取り組むべき枠組みと，それが適用される個人データの保護範囲について提案がな
された．これに先立つ 2010年 12月のスタッフ中間報告書では，枠組みの適用範囲を「特
定の消費者やコンピュータ，もしくは他のデバイスと合理的にリンクされた消費者デー
タを，収集または利用する全ての営利事業者」と定義すべきとされていた157．FTCプラ
イバシー・レポートでは，小規模事業者への負担に配慮し，「年間 5,000人以下の機密性
を持たない消費者データのみを収集し，かつそれらが第三者との間で共有されないなら
ば，その企業は枠組みの適用対象外となる」との例外規定が上記定義に付記されること
となった158．また，技術の進歩によって「合理的にリンクされた」とみなされるデータ
が増加したこと，匿名性を確保することに対する企業への誘因を強化すること等を理由
として， 以下の匿名化の 3要素を提案している． 
 
 (1) 一定のデータ集合について，合理的に識別することができないこと． 
 (2) 企業が公共に対して，当該データを再識別しない旨を約束していること． 
(3) 企業があらゆる下流ユーザに対して，当該データが識別不能な状態を維持するよう
要求していること． 
 
これらをすべて満たすデータについては，合理的にリンク可能なデータではなくなっ
た(＝合理的に匿名化された)ものと判断し，枠組みの適用対象から除かれるべきである
としている．つまり，匿名化の 3要素を満たすことで，当該データはプライバシー・レ
ポートの枠組から外されることとなる159． 
 
 5.2 欧州の議論状況の総括 
  欧州における個人データ保護法制は，1995 年 10 月 24 日に欧州議会および理事会に
より採択された，EUデータ保護指令が基礎となっている．本指令では，個人データを，
「識別された個人または識別可能性のある個人(データ主体)に関連するあらゆる情報」
と定義している．ここで言う識別可能性のある個人とは，「識別番号あるいは個人の身体
的・生理的・精神的・経済的・文化的・社会的に特有な一以上の要素(識別子)を参照す
ることによって識別することのできる個人」を指している160．本指令で示されたこの個
人データの概念(以下「個人データ概念」という．)は，以後の EU における各種報告書
等において参照され，欧州における個人データの定義の基盤となっている．また，本指
令の前文第 26 条では，個人データの識別と匿名化の関係について，以下のように述べ
ている． 
  つまり，個人データ保護の理念は，識別された個人または識別可能性のある個人に関
するあらゆる情報に適用され，識別可能性の判断に当たっては，本人を識別するために
                                                  
157 FTC, Protecting Consumer Privacy in an Era of Rapid Change: A Proposed Framework for 
Businesses and Policymakers, Preliminary FTC Staff Report (Dec. 2010), available at 
http://www.ftc.gov/os/2010/12/101201privacyreport.pdf. 
158 FTC Report, p. 16. 
159 Id., p. 22. 
160 Directive 95/46/EC, p. 38-39. 
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管理者や他者によって合理的に利用される可能性のあるあらゆる手段を考慮すべきとし
ている．その一方で，個人データ保護の理念は，データ主体がもはや識別できないよう
な方法で匿名化されたデータに対しては適用すべきではないとしている．また，個人デ
ータを匿名化し，データ主体の識別可能性がそれ以上存在しない状態を保つための方法
の手引きとして，本指令のような行動指針を定めることが有用であると提案している161． 
  その後の 2007 年 4 月には，上記個人データ概念の定義の明確化を目的として，EU
第 29 条作業部会により個人データ概念に関する意見書が公表された．本意見書では，
特に個人データの識別性の判断に関して，次のように述べている．すなわち，識別は特
定の個人と排他的かつ密接な関係を有する情報の断片である識別子を通して行われるが，
ある識別子が，識別を行うに充分なものであるかどうかという判断は，特定の状況にお
ける文脈に依存し，個人に関連する情報の識別性の有無は，それぞれの事例の状況に依
存するものとされる．また，「個人の身体的・生理的・精神的・経済的・文化的・社会的
に特有な一以上の要素(間接的識別子)」は，各々の要素の一意的な組み合わせによって
容易に個人を識別することができると指摘している162． 
  2012年 1月 25日には，個人データの保護に関する規則と，個人データの自由な移動
に関する規則をそれぞれ定めることを目的として，欧州委員会により一般データ保護規
則提案がなされた．本規則提案では，1995 年 EU データ保護指令で示された個人デー
タ概念を踏まえつつ，以下のようにより詳細な解釈を加え，個人データの定義を行って
いる163． 
 
 (1)「個人データ」とは 
  データ主体に関連するあらゆる情報のこと． 
 
 (2)「データ主体とは」 
  管理者や他の自然人・法人によって用いられるあらゆる手段で(特に識別番号，位置情
報，オンライン識別子あるいは個人の身体的・生理的・遺伝的・精神的・経済的・文化
的・社会的に特有な一以上の要素を参照することによって)，直接的または間接的に，識
別された個人，または識別される可能性のある個人のこと． 
 
  さらに 2014 年 5 月には，現状の匿名化技術について，その有効性と限界を分析し，
匿名化に内在するリスクを考慮するため，前記第 29 条作業部会により匿名化技術に関
する意見書が公表された．本意見書では，EUデータ保護指令等を踏まえ，匿名化を「個
人データが識別されるのを，不可逆的に防止するために施される処理」と定義し，匿名
化されたデータは，データ保護法の適用範囲から外れるものとしている．分析の結果，
既存の匿名化技術は各々長所と短所を持ち合わせていることが明らかとなり，匿名化処
理の際には，特定の状況に対応する特定の技術の適用を検討することや，各々の匿名化
技術を組み合わせて堅牢性を高めることなど，慎重なエンジニアリングが必要不可欠な
                                                  
161 Directive 95/46/EC, p. 33. 
162 Working Document Opinion 4/2007, p. 12-13. 
163 General Data Protection Regulation, p. 41-42. 
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ものとなると指摘されている164． 
  また，EU構成国の一つである英国においても，2012年 11月，ICOにより ICO報告
書が公表され，匿名化及び個人識別性，個人データの定義等に関する提案がなされた．
本報告書では，まず，英国データ保護法(DPA)を参考に，個人データの定義を以下のよ
うに行っている165． 
 
  生存する個人に関するデータであって， 
 (1) 当該データによってその個人が識別できること． 
 (2) 当該データとその他の情報の双方によって，その個人が識別できること． 
 
  匿名化と個人識別性の関係性については，EUデータ保護指令の前文第 26条を参考に，
データ主体がもはや識別できないような方法で匿名化されたデータに対しては，データ
保護の対象から外すべきであると述べている166．一方で，上記個人データの定義を実際
に運用するに当たっては，識別の概念と匿名化の概念の曖昧性や，第三者による再識別
化の可能性等に留意する必要があるとしている．匿名化に伴う再識別化のリスクについ
ては，それを一概に評価することは困難であり，再識別化リスクの判断に当たっては，
個々の状況に応じた慎重な対応が必要であるとしている167． 
 
 5.3 日本の議論状況の総括 
  5.3.1 骨子案に至るまでの道のり 
   日本における現行の個人情報保護法では，その第 2条 1項において，個人識別性を
「氏名，生年月日その他の記述等により特定の個人を識別することができるもの」と
定義し，これを個人情報として法的保護の対象としている．また，「他の情報と容易に
、、、
照合することができ
、、、、、、、、、
，それにより特定の個人を識別することができることとなるもの
(容易照合性)」についても，個人情報に含めている．一方で，行政機関情報公開法第 5
条柱書や行政機関個人情報保護法第 2条 2項においては，個人識別性を「氏名，生年
月日その他の記述等により特定の個人を識別することができるもの」として，個人情
報保護法同様に定義しているものの，照合の容易性は要件から除外し，「他の情報と照
、
合することにより
、、、、、、、、
，特定の個人を識別することができることとなるものを含む．」と付
記するにとどめている．これは，行政機関が保護する個人情報の範囲を，民間部門よ
りも広げるための措置であると解されている168． 
   これに対して，前記の米国や欧州における個人識別性に関する議論の高まり等を背
景として，日本においては現在，個人情報保護法の改正に向けた議論が進められてお
り，2015 年 1 月以降，国会への法改正案の提出が予定されているところである．そ
                                                  
164 Opinion 05/2014, p. 23. 
165 ICO Report, p. 6. 
166 Id., p. 12. 
167 Id., p. 18, 36. 
168 宇賀・前掲注(101)『新・情報公開法の逐条解説』 73 頁． 
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の端緒の 1つとなった，2012年 6月 12日公表の総務省パーソナルデータの利用・流
通に関する研究会報告書においては，個人識別性を有する「個人情報」に限定するこ
となく，広く「個人に関する情報」を「パーソナルデータ」と定義して検討の対象と
することとし，その中で保護されるパーソナルデータの範囲について検討を行ってい
る．本報告書では，プライバシーの保護というパーソナルデータの利活用の基本理念
を踏まえて実質的に判断される個人識別性を概念上明確にすることを目的とし，これ
を「実質的個人識別性」と定義している．そして，パーソナルデータのうち，この実
質的個人識別性を有するものを保護対象として検討すべきであると提案している169．
また，実質的個人識別性の判断に当たり，以下の 5つの具体例に即して考えを整理し
ている． 
 
(1) 個人の PCやスマートフォン等の識別情報(端末 ID等) 
実質的に見ると，特定の個人と継続的に結びついているため，実質的個人識別性あ
り． 
 
(2) IPアドレスやクッキー 
他の保護されるパーソナルデータと連結する形で取得・利用されない限り，実質的
個人識別性なし． 
 
(3) 継続的に収集される購買・貸出履歴，視聴履歴，位置情報等 
特定の個人を識別することができるようになる蓋然性が高く，実質的個人識別性あ
り． 
 
(4) 再識別化を不可能または十分に困難にしたといえるもの(国の統計情報等) 
他の保護されるパーソナルデータと連結する形で取得・利用されない限り，実質的
個人識別性なし． 
 
また，匿名性の判断に際しては，前記 FTC プライバシー・レポート等を参考に，
以下の匿名化の 3要素を提案している． 
 
(1) 適切な匿名化措置を施していること． 
(2) 匿名化したデータを再識別化しないことを約束・公表すること． 
(3) 匿名化したデータを第三者に提供する場合は，提供先が再識別化をすることを契
約で禁止すること． 
 
これらをすべて満たす場合には，実質的個人識別性はないものと判断され，保護さ
れるパーソナルデータには当たらず，本人の同意を得なくても，利活用を行うことが
                                                  
169 総務省・前掲注(12)「パーソナルデータの利用・流通に関する研究会報告書」 6 頁． 
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可能であると考えられている170． 
   その後，2013年 6月に閣議決定された世界最先端 IT国家創造宣言(同宣言はその後，
2014年 6月に改正版が閣議決定．)を受けて，内閣官房パーソナルデータに関する検
討会会合が 2013年 9月 2日より順次開催された．同年 10月 2日開催の第 2回会合
においては，新潟大学教授の鈴木正朝委員により日本版匿名化の 3要素として，以下
の立法措置が提案された171．  
 
(1) 提供先での再識別化リスクに対する安全管理的観点から，合理的な技術的匿名化
措置をすること． 
(2) 匿名データを再識別化しない旨を提供先と契約すること． 
(3) 第三者機関が告示する方法で，再識別化しない旨を公表すること． 
 
   これらすべてを満たす場合については，本人への同意なく，事業者の第三者提供を
可能にすべきものと提案された． 
その後，同検討会の会合を踏まえ，同年 12月 20日に IT総合戦略本部において決
定された「パーソナルデータの利活用に関する制度見直し方針」においては，第三者
機関の設置，および匿名化措置を施したデータに関する新たな類型の新設が提案され
た．一方，日本版匿名化の 3要素についての言及は見られなかった．また，保護され
るパーソナルデータの範囲については，実質的に個人が識別される可能性を有するも
のを対象とし，プライバシー性が極めて高い「センシティブデータ」については，新
たな類型を設けることとした172． 
さらに，前記「パーソナルデータの利活用に関する制度見直し方針」に基づき，2014
年 6月 24日，「パーソナルデータの利活用に関する制度改正大綱」が閣議決定された．  
同大綱では第一に，特定の個人が識別される可能性を低減したデータについて新た
な類型を設け，特定の個人を識別することを禁止するなど適正な取扱いを定めること
により，本人の同意を得ずに第三者提供や目的外利用を行うことを可能とすることが
提案されている173． 
第二に，現行の個人情報保護法における保護対象を見直すこととし，保護の対象と
なる「個人情報」等の定義への該当性について，第三者機関が解釈の明確化を図ると
ともに，個別の事案に関する事前相談等により迅速な対応に努めるとしている．これ
に関連して，パーソナルデータの利活用の促進と個人情報及びプライバシーの保護を
両立させるため，マルチステークホールダー・プロセスの考え方を活かした民間主導
による自主規制ルールの枠組みを創設することとしている174． 
第三には，専門的知見の集中化，分野横断的かつ迅速・適切な法執行の確保により，
                                                  
170 総務省・前掲注(12)「パーソナルデータの利用・流通に関する研究会報告書」 33 頁． 
171 鈴木・前掲注(131)「「パーソナルデータの取扱いルール整備に向けて検討すべき論点」について(私案)」     
2 頁以下． 
172 首相官邸・前掲注(127)「パーソナルデータの利活用に関する制度見直し方針」 5 頁． 
173 首相官邸・前掲注(15)「パーソナルデータの利活用に関する制度改正大綱」 10 頁． 
174 首相官邸・前掲注(15)「パーソナルデータの利活用に関する制度改正大綱」 10-12 頁． 
 51 / 60 
 
パーソナルデータの保護と利活用をバランスよく推進するための独立した第三者機関
の設置を挙げ，番号法に規定されている特定個人情報保護委員会の所掌事務にパーソ
ナルデータの取扱いに関する事務を追加するとしている．この第三者機関は，前記の
民間主導による個人情報及びプライバシー保護の枠組みの創設に当たり，自主規制ル
ールの認定等を行うものとしている． 
その他の主要な改正事項として，現行法における，取り扱う個人情報によって識別
される特定の個人の数が 5,000以下である場合の個人情報取扱事業者としての適用除
外規程の廃止を挙げている．また，社会的差別の原因となるおそれがある人種，信条，
社会的身分及び前科・前歴等に関する情報を機微情報175として定め，個人情報にこれ
らの情報が含まれる場合には原則として取扱いを禁止するなどの慎重な取扱いを行う
としている176． 
 
  5.3.2 骨子案の総括 
前記大綱の公表後行われたパブリックコメントの結果を受けて，2014 年 12 月 19
日開催の内閣官房パーソナルデータに関する検討会第 13 回会合において，現行の個
人情報保護法の改正に向けた法律案の骨子として，「パーソナルデータの利活用に関す
る制度改正に係る法律案の骨子(案)」(以下「骨子案」という．)が提案された．本骨子
案では第一に，個人情報の定義の拡充を挙げ，現行法における個人情報の定義に加え，
以下の要件を満たすものが新たに個人情報として保護範囲に含まれることとしている
177． 
 
  (1) 特定の個人の身体の一部の特徴を電子計算機の用に供するために変換した符号で
あって，当該個人を識別することができるもの(例：指紋データ及び顔認識データ)． 
 
  (2) 個人に提供される役務の利用若しくは個人に販売される商品の購入に関し割り当
てられ，又は個人に発行される書類に付される符号であって，その利用者若しくは
購入者又は発行を受ける者ごとに異なるものとなるように割り当てられ，又は付さ
れるもの(例：携帯電話番号，旅券番号及び運転免許証番号)． 
 
本骨子案は第二に，匿名加工情報178の作成や利用，提供等に関する規程の整備を挙
げ，事業者が第三者に提供するために匿名加工情報を作成する際には，後述する個人
情報保護委員会に届け出た上で，同委員会規則で定める基準に従い，個人情報から特
定の個人を識別することができる記述等の削除をするなど，当該個人情報を復元する
ことができないようにその加工をしなければならないこととしている．また，当該匿
                                                  
175 「パーソナルデータの利用・流通に関する研究会報告書」や「パーソナルデータの利活用に関する制
度見直し方針」等における「センシティブデータ」に相当するものと考えられる． 
176 首相官邸・前掲注(15)「パーソナルデータの利活用に関する制度改正大綱」 13-16 頁． 
177 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 2 頁． 
178 「パーソナルデータの利活用に関する制度改正大綱」で述べられた「個人が特定される可能性を低減
したデータ」 に相当するものと考えられる． 
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名加工情報を第三者に提供する場合には，第三者提供をする旨を公表し，提供先に匿
名加工情報であることを明示しなければならないとしている179． 
第三には，個人情報及び匿名加工情報の取扱いに関する監督等の事務をつかさどる
機関として，個人情報保護委員会を設置することとしている．同委員会の設置に当た
っては，番号法の監督機関である特定個人情報保護委員会を改組するものとし，現行
の主務大臣が有する権限に加えて，立入検査の権限や，認定個人情報保護団体180が届
け出た個人情報保護指針の変更等を命じる権限等が付加されている181．なお，特定個
人情報保護委員会は，委員長及び委員 6名をもって組織されるが，現在は委員長を含
め 5名で構成されている．また，前記「パーソナルデータの利活用に関する制度改正
大綱」によると，同委員会は，委員を増員し，かつ，専門委員を設置することができ
るとしている． 
その他の改正事項として，要配慮個人情報(仮称)182に関する規程の整備を挙げ，本
人に対する不当な差別又は偏見が生じないようにその取扱いについて特に配慮を要す
る記述等(例：本人の人種，信条，社会的身分，病歴，犯罪被害を受けた事実及び前科・
前歴)が含まれる個人情報(要配慮個人情報)に関しては，本人同意を得ない取得を原則
として禁止することとしている．また，小規模事業者への対応としては，現行法にお
いて規定されている，取り扱う個人情報が少量である場合の，個人情報取扱事業者か
らの除外規定を削除することとしている183． 
 
 5.4 考察 
  5.4.1 個人識別性の要件 
米国では，プライバシー保護法制の拠り所とされてきた PII概念の曖昧化という問
題を受けて，学界の一説では PII概念の再構築を試みるべきであるとの主張もなされ
ているものの，近年の FTCをはじめとする連邦政府の施策においては，PII概念の拡
大が検討されてきた．例えば，COPPAの規則改正に当たっては，PII概念に準じた「個
人識別が可能な情報」という個人情報の定義には手を加えることなく，COPPA 内で
規定されている個人情報の例示の範囲を拡大することにより，保護範囲の拡充に対応
しているものと考えられる．一方，消費者プライバシー権利章典や FTC プライバシ
ー・レポートにおいては，PII 概念で用いられている「識別可能性(identifiable)」と
いう用語よりも，より広い意味を持つ「連結可能性(linkable)」という用語を用いて，
PII概念よりも広い保護範囲の提唱を試みているものと言える． 
他方，EUにおいては，1995年 EUデータ保護指令より「識別された個人または識
別可能性のある個人(データ主体)」に関連するあらゆるデータを保護範囲として定義
している．ただし，その後の関連報告書等が順次公開されるにつれて，データ主体の
                                                  
179 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 4 頁． 
180 本稿 39頁注(133)を参照． 
181 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 14 頁． 
182 「パーソナルデータの利活用に関する制度改正大綱」で述べられた「機微情報」 に相当するものと
考えられる． 
183 首相官邸・前掲注(16)「パーソナルデータの利活用に関する制度改正に係る法律案の骨子(案)」 8, 12 
頁． 
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概念がより明確化されていき，近年では詳細な定義づけが行われるようになってきて
いると言える．それと同時に，個人を識別するための「識別子」に関しては，個々の
事例の文脈や，識別子自体の組み合わせ等によって容易に個人を識別しうるものであ
るとされ，識別可能性の幅が広く認められるような解釈が行われているものと考えら
れる．また，EU 構成国の一つである英国においても，EU データ保護指令の定義を
基礎とした保護範囲の検討が行われている． 
日本では，現行の個人情報保護法において，個人識別性の有無を個人情報であるた
めの要件に挙げている．ただし，個人識別性の判断に当たっては，容易照合性を要件
としている個人情報保護法と，照合の容易性を要件から外している行政機関情報公開
法や行政機関個人情報保護法とでは，保護対象となる個人情報の範囲に違いが生じ，
後者の方の保護範囲がより広いこととなる．一方，近年の個人情報保護法改正論議で
は，当初の総務省パーソナルデータの利用・流通に関する研究会等において，実質的
個人識別性の概念の導入が検討されたものの，パーソナルデータに関する検討会で示
された最終的な骨子案では，現行法の定義に付加する形で，個人情報に該当するため
の新たな 2つの要件が設けられるにとどまり，実質的個人識別性の概念とは保護範囲
が異なるものと考えられる． 
 
  5.4.2 匿名化の意義及び効果 
米国の場合，消費者プライバシー権利章典や FTC プライバシー・レポートにおい
て提唱された「連結可能性」という概念を仮に導入するとすれば，PII 概念よりも相
当に幅広い範囲のデータ全般が，保護対象に包含されるものと考えられる．そのため，
主として事業者の経済活動の促進の観点から，匿名化の 3要素を提案することで，消
費者の権利保護と，事業者の経済活動のバランスをはかっているものと言える．しか
しながら一方で，FTCは事業者の欺瞞的行為を取り締まる機関であり，また，そのレ
ポートは事業者が採るべき最善の手法としてのベストプラクティスを示したものであ
るため，匿名化に内在する識別リスクや，匿名化技術の運用方法に関する指針等は明
らかにされていない． 
また，EU では，匿名化の考え方に関して，EU データ保護指令において，匿名化
と識別可能性が表裏一体の関係にあることを示唆している．そして，この匿名化と識
別可能性との関係性に対する同指令の言及は，その後の報告書等においても参照され，
匿名化と識別可能性の議論の礎となっているものと考えられる．また，同指令では，
匿名化手法の手引きとして，政府が提示する行動指針の有効性に触れている．匿名化
技術に関する意見書においては，現在用いられている匿名化技術の有効性と限界を分
析し，匿名化に内在する識別リスクを明らかにしている．同意見書の分析結果によれ
ば，個々の状況に応じた匿名化技術の適切な運用や，匿名化技術を効果的に組み合わ
せて用いることにより，匿名化に内在する識別リスクを低下させることができるもの
と判断される．英国 ICO報告書においても，匿名化技術に関する意見書と同様の指摘
がなされている． 
日本においては，米国の FTC プライバシー・レポートの議論を参考に，日本版の
匿名化のための 3要素の導入が総務省パーソナルデータの利用・流通に関する研究会
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や内閣官房パーソナルデータに関する検討会において議論され，同検討会では一時，
匿名化のための 3要素を立法化すべきとの意見も出された．しかしながら，最終的に
骨子案では，匿名化の要素に関しての言及はなされず，第三者機関である個人情報保
護委員会に匿名化のための規則制定権限が委ねられる形となった．そのため，匿名化
に内在する識別リスクや，匿名化技術の詳細を定めた指針等は，骨子案の中では言及
がなされていない． 
 
  5.4.3 骨子案の評価 
  (1) 個人情報の定義の拡充について 
骨子案では，個人情報の拡充に当たり，現行の個人情報保護法における個人情報の
定義に付加する形で，個別具体的な要件を新たに 2つ設けている(以下「新要件」とい
う．)．この場合，改正後の個人情報保護法における個人情報は，以下の 3つのタイプ
から成り立つことになる． 
 
  ① 個人識別性のあるもの 
  ② 容易照合性により，個人識別性が認められるもの 
  ③ 新要件により，個人情報に該当すると判断されるもの 
 
   したがって，現行法よりも個人情報の要件が増加し，さらにこの他に匿名加工情報
や要配慮個人情報等の新たな類型が同時に新設され，個人情報であるか否か，個人識
別性があるか否かの判断が複雑化するのではないかと懸念される．また，新要件と容
易照合性の要件が競合する可能性も考えられ，現行の容易照合性の要件をなおも維持
し続ける方向性には疑問が生じる． 
   そこで検討すると，FTCプライバシー・レポートや欧州における議論等で見られる
ように，個人識別性が認められる情報の範囲を広く捉えつつ，匿名加工情報の例外規
程によって，個人の権利の保護と事業者の経済活動の調整をはかるのが妥当ではない
かと考えられる．ただし，COPPA のような，個人識別性の定義をそのまま維持し，
例示にて保護範囲の拡大を行う手法は，匿名加工情報の概念の導入を前提としたもの
とは言えないため，ここでは検討対象に含めていない． 
個人識別性が認められる情報の範囲を広げるための一手法として，総務省パーソナ
ルデータの利用・流通に関する研究会において提案された実質的個人識別性概念の導
入が考えられる．しかし，この実質的個人識別性の定義の前提となっている，プライ
バシーの概念自体が不明瞭なものであるため，実際にこの定義を法的要件として条文
上導入することには困難が伴うものと考えられる． 
一方，他の手法としては，現行の行政機関情報公開法や行政機関個人情報保護法が
個人情報保護法よりも保護範囲を拡大して運用されていることを参考とすれば，個人
識別性の要件自体は現行のままにとどめ，容易照合性の要件のみを緩和・廃止するこ
とで，結果として個人識別性が認められる情報の範囲を拡大するという方法が考えら
れる．これによれば，条文上の個人識別性の要件自体を改正したり，複雑な新要件を
追加したりすることもないため，個人情報保護法と他の法令等との調整をはかる観点
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からも，導入にあたっての障壁は少ないものと言える．加えて，欧州の議論において
も，容易照合性といった要件を特に設けず，EU データ保護指令の個人データ概念に
基づいて個人識別性が認められうる範囲を広く捉えながら，匿名化による例外規定の
導入が検討されており，上記手法の妥当性を理解する一助となろう． 
 
  (2) 匿名加工情報の取扱いについて 
前述した通り，日本の議論における最終的な骨子案では，匿名化ための要素に関す
る言及はなされず，また，匿名化に内在する識別リスクや，匿名化技術の運用方法に
対する具体的な指針等についても触れられることはなかった．そして，第三者機関で
ある個人情報保護委員会に匿名化基準を定めるための規則制定権限が委ねられる形と
なった．このことは，現時点では匿名化制度の導入・基準の判断を行うことなく，同
委員会に匿名化問題の先送りをしているものとも受け取れる． 
一方で，匿名化の要素を要件として法制化してしまうと，個人識別性の要件と匿名
化の要件の双方が法文上厳格に規定されることとなり，新たな情報技術や情報サービ
ス，匿名化技術等が出現した際に，それらへの迅速かつ柔軟な対応を行うことが困難
となる可能性が考えられる．また，米国や欧州の議論において，匿名化と個人識別性
の密接な関係性が度々指摘されつつも，未だ匿名化制度の導入・基準に関する具体的
な法整備が検討されていないことからも，匿名化の要素を要件として法制化すること
には困難が伴うものと考えられる．そのため，個人情報保護委員会に全ての期待を寄
せ，いわゆるホワイトリストのような形式で基準を定めるよう求めることは，適切で
あるとは言い難い． 
そこで，規則を制定するにしても，それに先立って，大綱で示された専門委員や，
外部有識者等で構成される検討機関を設けることとし，許容できる匿名化技術につい
て，技術の進展に応じ随時検討を行い，匿名化の考え方を明らかにするのが適切では
ないかと考えられる．その上で，各々の匿名化技術が内包する識別リスク等の程度に
応じて，軽減すべき事業者の義務等を段階的に変更していくのが妥当と言える．ただ
しその際には，制定された規則が硬直的なものとならないよう，時機に応じた柔軟な
規則改正が行われるように留意する必要がある． 
また，匿名化技術に関する意見書や英国 ICO報告書においても指摘されているよう
に，匿名化のための要素を検討する際には，多種多様な匿名化技術の長所・短所を把
握したうえで，事業者が個別の事例に応じた適切な匿名化技術を選択することができ
るよう，あらかじめ制度づくりを進めることが肝要であると言える．また，一度匿名
化された情報であっても，識別リスクがなおも残余することにも留意する必要がある．
したがって，今後の匿名加工情報の類型の導入にあたっては，個人情報保護委員会が
担う役割の重要性は特に大きいと言え，事業者が適切な匿名化を選択し，実施できる
ようにするため，匿名加工情報を取り扱う事業者に対する監査等を同委員会に義務付
けるなど，更なる権限の強化も検討すべき課題と言える． 
 
  (3) 個人情報保護委員会の設置について 
個人情報保護委員会は，認定個人情報保護団体が届け出た個人情報保護指針に対す
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る変更を命令できる強力な権限を有している．そのため，事業者主導による自主規制
ルールの策定の意欲を妨げる可能性も考えられる．しかしながら一方で，こと個人情
報保護分野に関して，米国のような事業者による自主規制が伝統的に行われてきたと
は言えない日本において，初めて個人情報保護法制に係る第三者機関を設置すること
を考慮すれば，少なくとも個人情報保護委員会の設置当初においては，ある程度の強
力な執行権限を同委員会に付与し，事業者に対するリーダーシップを発揮しやすい環
境を整えておくことには妥当性があると言える． 
他方において，個人情報保護委員会の予算・人員等の規模が，日本の個人情報保護
法制の執行機関を担うに充分なものであるかどうかは依然として不明確である．第三
者委員会の執行権限が形骸化し，個人の権利の保護がおろそかとなることのないよう，
個人情報保護委員会の設置に当たっては，執行権限を発揮するに足るだけの予算管
理・人員管理等に特に留意しなければならないものと考えられる． 
 
  (4) その他の改正事項について 
要配慮個人情報の類型を新設することについては，個人情報を一律に保護対象とし
た現行法と比較すると，プライバシー侵害の危険性がきわめて高い個人情報に対して
はより慎重な取扱いを求め，そうでない個人情報に対しては状況に応じた柔軟な運用
を行うことが期待できる．また，要配慮個人情報を別に類型化することで，いわゆる
事業者の過剰反応等を軽減できる可能性も考えられる．また，欧州において，要配慮
個人情報に相当するものと考えられるセンシティブデータの概念が用いられており，
米国においても，特に機密性が高い情報を扱う分野に対して別個に立法措置が講じら
れていることからも，一般的な個人情報とは別個に，要配慮個人情報を新たに類型化
すること自体に関しては，妥当性があるものと言える．ただし，どのような情報を要
配慮個人情報とすべきかについては，日本の各研究会等の議論においても差異が見ら
れ，今後検討すべき課題であると言える． 
最後に，小規模事業者への対応に関しては，日本における現行の個人情報保護法制
や，米国の FTC プライバシー・レポートにおいて提案された，事業者の取り扱う個
人情報の規模により法適用の可否を判断する方式ではなく，あらゆる事業者を法執行
の対象とする欧州の立場を支持しているものと考えられる．個人データ概念に関する
意見書や英国 ICO報告書等が示唆しているように， 事業者が保有するある情報が，
それ自体では個人識別性を有さなかったとしても，第三者の保有する情報と組み合わ
せることにより，非常に決定的な識別子となりうることは否定できない．したがって，
そのようなリスクから個人に関する情報を保護するためにも，上記の考え方には妥当
性があるものと評価できる． 
 
6. おわりに 
 個人情報保護法改正に向けて進められている日本の議論では，米国の法制度を主な参考
とするのか，欧州の法制度を主な参考とするのか，あるいは日本独自の新たな法制度を構
築するのか，現時点では充分な方向性を指し示せていないように筆者の目には映る．特に，
容易照合性の要件を残しつつ新要件を定めて個人情報の要件を拡充しようとしている点，
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及び匿名化制度の導入・基準の判断を先送りにし個人情報保護委員会に先行きを委ねてい
る点の 2点については，日本がいかなる立場に立って新たな個人情報保護法制をつくり上
げて行こうとしているのか，大きな疑問が残るところである．法改正にあたっては，これ
ら個人情報の要件の拡充の手法と匿名化制度の導入・基準の判断に関して，今一度，熟考
をすべきものであると考えられる． 
 一方で，個人情報保護委員会の設置，要配慮個人情報の類型の新設，小規模事業者への
法適用の拡大に関しては，米国や欧州における議論と比較しても，一定程度妥当性のある
方向性を指し示すことができているのではないかと考えられる．ただし，個人情報保護委
員会の権限の拡大，組織規模等の検討に関しては，なおも課題点が残るところであり，今
後のさらなる議論の進展を期待したい． 
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