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RESUMO 
 
 
Em uma organização, muitas pessoas começam a trabalhar, realizam suas atividades e 
vivenciam novas experiências. Como consequência disso, essas pessoas adquirem 
conhecimentos que podem ser utilizados em situações futuras. Porém, muitas vezes, o 
conhecimento adquirido fica mantido apenas nas mentes dessas pessoas e, quando elas saem 
da organização, o conhecimento organizacional também é perdido. Logo, pessoas novatas na 
organização correm o risco de repetir os mesmos erros que outras pessoas já cometeram, 
sendo que isso poderia ser evitado. 
O conhecimento organizacional tem se tornado cada vez mais importante. Gerenciar 
esse conhecimento não é uma tarefa simples, porém muitos benefícios podem ser alcançados 
quando isto é feito, em especial, a melhoria da realização das atividades do processo de 
negócio da organização. É importante que a organização defina estratégias de como capturar, 
armazenar, disponibilizar e utilizar esse conhecimento quando necessário. Mesmo quando não 
é possível documentar o conhecimento obtido pelos membros da organização, é importante 
que a organização conheça suas habilidades e competências para que, ao surgir problemas, 
pessoas mais indicadas possam ser localizadas para resolvê-los. Além disso, mecanismos de 
apoio à comunicação podem ser muito úteis para a interação entre os membros da 
organização, além de serem utilizados como ferramenta para o compartilhamento e geração de 
conhecimento. 
Dentre as atividades do processo de software, uma que se destaca é o gerenciamento 
de riscos. Gerenciar riscos em projetos de software não é uma tarefa fácil e requer 
conhecimento e experiência. Com isso, experiências adquiridas na execução de projetos 
passados podem ser muito úteis para a gestão de riscos de novos projetos.  
O objetivo principal deste trabalho é desenvolver uma infraestrutura de gerência de 
conhecimento a ser utilizada em organizações de software. Essa infraestrutura é usada no 
apoio às atividades de gerenciamento de riscos de projetos de software. 
 
Palavras-chave: Gerência de Conhecimento, Gestão de Riscos, Apoio ao Trabalho 
Colaborativo. 
 
  
 
ABSTRACT 
 
 
In an organization, many people start to work, perform their activities and live new 
experiences. As a consequence of that, these people acquire knowledge that can be used in 
future situations. However, the acquired knowledge is maintained only in the minds of these 
people and when they leave the organization, organizational knowledge is also lost. Soon, 
newcomers in the organization can repeat the same mistakes that others have committed, and 
this could be avoided.  
Organizational knowledge has become increasingly important. Manage this 
knowledge is not a simple task, but many benefits can be achieved when this is done, in 
special, the improvement of the business process performance. It is important for the 
organization to define strategies to capture, store, deliver and use that knowledge when 
needed. Even when it is not possible to document the knowledge gained by members of the 
organization, it is important that the organization knows their abilities and skills so that, when 
problems arise, most suitable persons can be found to solve them. Moreover, communication 
support mechanisms can be very useful for interaction among members of the organization, 
besides being used as a tool for sharing and generation of knowledge.  
Among the activities of the software process, one that stands out is risk management. 
Managing risk in software projects is not an easy task and requires knowledge and 
experience. Thus, experience gained in past projects can be very useful for risk management 
of new projects.  
The main objective of this work is to develop a knowledge management infrastructure 
for software organizations. This infrastructure is used to support activities of risk management 
of software projects.  
 
Keywords: Knowledge Management, Risk Management, Collaborative Work Support. 
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CAPÍTULO 1. INTRODUÇÃO 
Este capítulo apresenta as motivações que foram utilizadas como base para a 
elaboração desta dissertação e os objetivos que foram buscados. Também aborda a 
maneira como a pesquisa foi conduzida, bem como a organização deste trabalho. 
1.1. MOTIVAÇÃO 
As organizações precisam constantemente otimizar custos e tempo em projetos de 
desenvolvimento de software. Evitar erros reduz retrabalho e repetir sucessos aumenta a 
produtividade. Assim, as organizações precisam aplicar em projetos futuros o conhecimento 
obtido em projetos anteriores (RUS; LINDVALL, 2002).  
Geralmente, membros da organização adquirem o conhecimento necessário para 
realizar as atividades dos processos de negócio da organização durante a execução dessas 
atividades como resultado do próprio trabalho. Muitas vezes, esse conhecimento permanece 
somente na mente dos indivíduos, nos sistemas corporativos ou em documentos em papel. 
Assim, o acesso e o compartilhamento desse conhecimento tornam-se difíceis para outros 
membros da organização. Além disso, a alta rotatividade nas organizações pode fazer com 
que o conhecimento adquirido ao longo de vários anos de prática seja perdido com a saída dos 
membros. Quando isto acontece, a execução dos processos de negócio da organização é 
comprometida, pois os novos responsáveis pela realização dos processos nem sempre 
possuem a experiência e o conhecimento necessários para executar as atividades com a 
mesma qualidade que os antigos (MONTONI, 2003). 
Outro problema que normalmente ocorre nas organizações é a dificuldade de transferir 
o conhecimento de colaboradores experientes para novos membros, pois a dinâmica de 
trabalho não permite que os experientes parem a execução de suas tarefas para compartilhar o 
seu conhecimento. Dessa forma, iniciantes tendem a repetir os mesmos erros cometidos por 
outros membros que passaram por situações semelhantes (MONTONI, 2003).  
A Gerência de Conhecimento é uma disciplina emergente que tem como objetivo 
preservar e ampliar o capital intelectual das organizações (RUS; LINDVALL, 2002). De uma 
forma mais detalhada, a Gerência de Conhecimento tem seu foco voltado para a solução de 
questões relacionadas a como as organizações podem aproveitar melhor o conhecimento que 
existe dentro delas, como membros da organização podem distribuir o conhecimento de forma 
que seja útil para alguém, como registrar as soluções utilizadas para tratar problemas, como 
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manter o conhecimento de seus especialistas mesmo quando deixarem a organização e como 
gerar novo conhecimento tendo como base o conhecimento existente dentro da organização 
ou fontes externas (DAVENPORT et al., 1998).  
Nesse contexto, a implantação de sistemas de apoio à gerência de conhecimento em 
organizações se torna fundamental, permitindo a criação, o armazenamento e o acesso a itens 
de conhecimento, sempre que for necessário. Além de sistemas de apoio à gerência de 
conhecimento, pode ser interessante em uma organização a existência de sistemas que 
permitem a colaboração entre indivíduos para a resolução de problemas específicos. De 
acordo com (FUKS et al., 2002 apud MACHADO, 2009), indivíduos que trabalham em grupo 
podem produzir melhores resultados do que se atuassem de forma individual. Num grupo, por 
exemplo, podem ocorrer a complementação de capacidades, de conhecimentos e de esforços 
individuais, bem como a interação entre pessoas com entendimentos, pontos de vista e 
habilidades complementares. Ao apresentar e argumentar suas ideias, os membros de um 
grupo têm retorno para identificar inconsistências e falhas em seu raciocínio e, juntos, podem 
buscar ideias, informações e referências para auxiliar na resolução dos problemas. Além 
disso, um grupo tem mais capacidade de gerar alternativas, levantar as vantagens e 
desvantagens de cada uma, selecionar as viáveis e tomar decisões. 
Sistemas de apoio à colaboração permitem que membros da organização interajam 
entre si. Normalmente, o trabalho em grupo faz com que conhecimentos ou experiências 
sejam compartilhados e novos conhecimentos sejam criados. Com isso, é fundamental que 
esses sistemas sejam integrados a sistemas de apoio a gerência de conhecimento, de modo que 
o conhecimento relevante seja capturado sempre que for necessário. 
  A gerência de conhecimento não poderá nunca substituir o cérebro dos funcionários 
(NATALI, 2003), mas pode ajudar a capturar e manter informações chave para a organização. 
É importante notar que nem todo o conhecimento mantido no cérebro dos membros da 
organização pode ser materializado em um conhecimento disponível. Logo, identificar as 
habilidades e experiências torna-se fundamental para que, ao surgir um problema, pessoas 
com perfil mais indicado para sua resolução sejam localizadas. 
Sistemas de apoio à gerência de conhecimento podem ser utilizados para apoiar 
diversas atividades da organização, dentre elas, o gerenciamento de riscos de projetos. Essa 
atividade se destaca por ser uma tarefa complexa de se realizar, necessitando de pessoas com 
muita experiência para executá-la. Segundo (SOFTEX, 2009b), um projeto de software quase 
sempre envolve um conjunto de incertezas que podem resultar em aspectos negativos. Mas, 
na maioria das vezes, é possível evitar ou reduzir esses aspectos antecipando possíveis 
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problemas através do uso de práticas de gestão proativa, identificando ou resolvendo os 
principais riscos.  
A Gestão de Riscos tem como propósito identificar potenciais problemas antes que 
eles ocorram. Para atingir tal objetivo, as atividades de tratamento de riscos podem ser 
planejadas e, quando necessário, colocadas em prática, durante a vida do produto ou do 
projeto, a fim de mitigar impactos indesejáveis na obtenção dos objetivos. Sendo um processo 
contínuo, a Gestão de Riscos visa tratar questões que podem colocar em perigo a satisfação 
dos objetivos críticos, onde sua aplicação é feita visando antecipar e mitigar eficientemente os 
riscos com impactos críticos no projeto (SEI, 2006). 
Quando não é possível alocar pessoas experientes para o gerenciamento de riscos, 
sistemas de apoio à gerência de conhecimento podem ser utilizados, visando fornecer 
informações relevantes para a execução dessa atividade, bem como soluções adotadas em 
projetos passados semelhantes.  
Esta dissertação foi desenvolvida dentro do contexto do Projeto ODE (Ontology-based 
software Development Environment) (FALBO et al., 2003) (FALBO et al., 2005b), que visa o 
desenvolvimento de um Ambiente de Desenvolvimento de Software (ADS) centrado em 
processo, desenvolvido no Núcleo de Estudos em Modelagem Conceitual e Ontologias 
(NEMO) do Departamento de Informática (DI) da Universidade Federal do Espírito Santo 
(UFES). 
1.2. OBJETIVOS 
Levando em consideração as motivações apresentadas na seção anterior, o objetivo 
geral deste trabalho é desenvolver uma abordagem para implantação de uma infraestrutura de 
gerência do conhecimento em organizações de desenvolvimento de software e aplicá-la na 
gerência de riscos, a fim de apoiar a execução do processo de gerenciamento de riscos dentro 
das organizações de software.  
Esse objetivo geral pode ser detalhado nos seguintes objetivos específicos: 
 Estabelecer os requisitos para uma infraestrutura de gerência de 
conhecimento em organizações de software: Muitas organizações não sabem ou 
sentem dificuldade em implantar uma infraestrutura de gerência de conhecimento. 
Sendo assim, este trabalho visa orientar como uma infraestrutura de gerência de 
conhecimento pode ser trabalhada em uma organização de software, definindo 
requisitos para essa infraestrutura, incluindo a proposição de tipos de itens de 
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conhecimento a serem gerenciados, informações contextuais a serem utilizadas 
para contextualização de itens de conhecimento, formas de criação, avaliação, 
disseminação, valoração e manutenção de itens de conhecimento. 
 Desenvolver uma infraestrutura de gerência de conhecimento para o 
ambiente ODE: Além de orientar a implantação de uma infraestrutura de gerência 
de conhecimento em organizações de software, este trabalho também tem como 
objetivo evoluir a infraestrutura de gerência de conhecimento proposta em 
(NATALI, 2003), desenvolvendo, em uma plataforma Web, uma nova versão que 
considere parcialmente os requisitos da infraestrutura de gerência de conhecimento 
proposta neste trabalho. Características da plataforma Web, tais como maior 
audiência, facilidade de instalação, independência de sistema operacional e acesso 
de qualquer computador conectado à Internet, são fundamentais para a gestão do 
conhecimento e a colaboração.  
 Integrar ferramentas de apoio à colaboração à infraestrutura de gerência de 
conhecimento desenvolvida: Um dos propósitos deste trabalho é orientar como 
ferramentas de colaboração, em especial fóruns de discussão e páginas amarelas, 
podem ser integradas à infraestrutura de apoio à gerência de conhecimento 
proposta neste trabalho, bem como a materialização dessa integração. Fóruns de 
discussão permitem o compartilhamento de experiências e conhecimento entre 
membros da organização, além da criação de novos conhecimentos de forma 
colaborativa. Apesar da gerência de conhecimento ser de grande utilidade, nem 
sempre é possível resolver problemas ou tomar decisões apenas com o uso do 
conhecimento disponível na organização. Dessa forma, é necessário conhecer as 
habilidades e competências de cada membro da organização para que, quando 
problemas surgirem, pessoas mais indicadas sejam localizadas para solucioná-los. 
Logo, sistemas de páginas amarelas tornam-se fundamentais, pois seu objetivo é 
identificar pessoas de acordo com o conhecimento e habilidades que elas possuem. 
 Estabelecer abordagens buscando melhorar a gestão de riscos em 
organizações de software: É possível encontrar diversos modelos de melhoria, 
padrões de qualidade e processos que tratam sobre o gerenciamento de riscos. 
Apesar de existir uma convergência do que é proposto por esses documentos, 
existem alguns pontos em que há divergências e que são importantes para o 
gerenciamento de riscos.  Um dos objetivos deste trabalho é estabelecer, a partir da 
análise dos diversos trabalhos da literatura, abordagens a serem utilizadas para 
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melhorar a gestão de riscos em organizações de software, visando também chegar 
a um consenso em relação às diferenças encontradas na literatura. 
 Aperfeiçoar a ferramenta do ambiente ODE de apoio ao processo de 
gerenciamento de riscos: Outro objetivo deste trabalho é evoluir a ferramenta de 
apoio ao processo de gerenciamento de riscos do ambiente ODE, denominada 
GeRis (FALBO et al., 2004b), desenvolvendo uma nova versão que considere as 
abordagens de melhoria para a gestão de riscos definidas e que incorpore a gestão 
de conhecimento para auxiliar as atividades de gerenciamento de riscos. Uma das 
evoluções dessa ferramenta é desenvolvê-la também para plataforma Web. 
1.3. HISTÓRICO DO DESENVOLVIMENTO DO TRABALHO 
Para alcançar os objetivos listados na seção anterior, foram realizadas as atividades 
descritas a seguir. 
Inicialmente, foi feito um levantamento bibliográfico sobre os temas relacionados à 
Gerência de Riscos. Normas, padrões e modelos de qualidade foram consultados e, para cada 
documento consultado, potenciais ideias para o desenvolvimento desta dissertação eram 
registradas. Durante esse estudo, notou-se que, apesar de atualmente existir muito material 
bibliográfico referente à área de gerência de riscos, alguns deles divergiam em relação ao 
conteúdo, dificultando a identificação das melhores abordagens de gerência de riscos a serem 
aplicadas nas organizações.  Sendo assim, surgiu a necessidade de estabelecer um consenso 
sobre algumas abordagens de gerência de riscos estudadas, resultando na elaboração de um 
processo de gerenciamento de riscos, numa proposta de estratégias de tratamento de riscos e 
na definição de limiares para disparar ações de tratamento de riscos. Nem todas as ideias 
registradas com os estudos feitos foram aplicadas neste trabalho, devido ao tempo, ficando 
apenas como sugestão para trabalhos futuros.  
Com o estudo feito em gerência de riscos, foi observado que algumas técnicas 
poderiam ser aplicadas com o intuito de melhorar o gerenciamento de riscos em organizações 
de software. Dentre essas técnicas, uma delas, a gerência de conhecimento, foi selecionada 
pelo fato dela trazer vários benefícios não somente para melhorar o gerenciamento de riscos, 
mas também para beneficiar a realização de outras atividades das organizações. Logo, um 
estudo sobre gerência de conhecimento foi feito, tendo como base referências bibliográficas 
da área, tais como artigos científicos, monografias, dissertações, teses, dentre outros. 
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Da mesma forma que ocorreu com os estudos feitos sobre gerência de riscos, para 
cada documento estudado sobre gerência de conhecimento, potenciais ideias para o 
desenvolvimento desta dissertação também eram registradas. O estudo sobre gerência de 
conhecimento ganhou importância para o trabalho e assim, além de encontrar formas de como 
a gerência de conhecimento poderia ser utilizada para apoiar as atividades de gerenciamento 
de riscos, notou-se a necessidade de especificar como uma infraestrutura de gerência de 
conhecimento poderia ser trabalhada nas organizações de software para também ser utilizada 
no apoio às demais atividades da organização.  
Outra necessidade que foi detectada com os estudos feitos sobre gerência de 
conhecimento foi à integração de técnicas de colaboração a ambientes de gerência de 
conhecimento. Logo, como resultado dessa necessidade, propostas para essa integração foram 
trabalhadas. 
Depois que uma revisão bibliográfica foi feita englobando as áreas de gerência de 
riscos e gerência de conhecimento, determinou-se como a ferramenta de apoio à gerência de 
riscos do ambiente ODE (GeRis) poderia ser beneficiada com o uso da infraestrutura de 
gerência de conhecimento proposta. Em seguida, a infraestrutura proposta, integrada a 
ferramentas de colaboração, e a ferramenta Web-GeRis foram implementadas no ambiente 
ODE, agora em plataforma Web. Por fim, em paralelo à implementação dessas ferramentas, 
foi elaborado o texto desta dissertação. 
Como já existiam no ambiente ODE tanto uma infraestrutura de gerência de 
conhecimento (NATALI, 2003) quanto uma ferramenta de apoio à gerência de riscos 
(FALBO et al., 2004b), as propostas levantadas durante este trabalho permitiram a evolução 
das mesmas, tendo como resultado o Portal de Gerência de Conhecimento e a ferramenta 
Web-GeRis.  
1.4. ORGANIZAÇÃO DO TRABALHO 
Esta dissertação está organizada em cinco capítulos. Além deste capítulo, que 
apresenta a Introdução, há mais quatro capítulos com o seguinte conteúdo: 
 Capítulo 2 – Gerência de Conhecimento e Gerência de Riscos: apresenta uma 
revisão da literatura sobre Gerência de Conhecimento e Gerência de Riscos, 
bem como a relação entre essas duas áreas.  
 Capítulo 3 – Requisitos para uma Infraestrutura de Apoio à Gerência de 
Conhecimento em Engenharia de Software: apresenta os requisitos para uma 
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infraestrutura de apoio a gerência de conhecimento em engenharia de software, 
além de orientar a integração de ferramentas de colaboração em ambientes de 
gerência de conhecimento.  
 Capítulo 4 – Infraestrutura de Apoio à Gerência de Conhecimento no Ambiente 
ODE: apresenta uma instância parcial da infraestrutura proposta no Capítulo 3, 
no ambiente ODE, bem como a sua materialização e integração com 
ferramentas de apoio à colaboração.  
 Capítulo 5 – Gerência de Riscos no Ambiente ODE: apresenta as abordagens 
propostas para a melhoria do processo de gerência de riscos, além da nova 
versão da ferramenta GeRis apoiada pela Infraestrutura de Apoio à Gerência de 
Conhecimento do Ambiente ODE.  
 Capítulo 6 – Considerações Finais: apresenta as conclusões do trabalho, as 
contribuições, dificuldades e propostas de trabalhos futuros. 
 Apêndice A – Documento de Especificação de Requisitos do Portal de Gerência 
de Conhecimento do Ambiente ODE-Web: apresenta a especificação de 
requisitos do Portal de Gerência de Conhecimento do Ambiente ODE-Web. 
 Apêndice B – Processo de Gerenciamento de Riscos: apresenta o processo de 
gerenciamento de riscos proposto neste trabalho, detalhando as suas atividades. 
 Apêndice C – Estratégias de Tratamento de Riscos: apresenta uma revisão 
bibliográfica sobre estratégias de tratamento de riscos, bem como as estratégias 
de tratamento de riscos propostas neste trabalho.  
 Apêndice D – Diretrizes para a Definição de Limiares para Disparar Ações de 
Tratamento de Riscos: mostra uma revisão bibliográfica que trata sobre limiares 
para disparar ações de tratamento de riscos, além de apresentar diretrizes para a 
definição de limiares para disparar ações de tratamento de riscos. 
 Apêndice E – Documento de Especificação de Requisitos da Ferramenta Web-
GeRis do Ambiente ODE-Web: apresenta a especificação de requisitos da 
Ferramenta Web-GeRis do Ambiente ODE-Web. 
 Apêndice F – Exemplo de um Plano de Riscos gerado pela Ferramenta Web-
GeRis: mostra um exemplo de plano de riscos gerado pela ferramenta Web-
GeRis. 
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CAPÍTULO 2. GERÊNCIA DE CONHECIMENTO E GERÊNCIA DE 
RISCOS 
Este capítulo apresenta os principais conceitos relacionados com o 
desenvolvimento deste trabalho, dando maior ênfase na discussão sobre Gerência 
de Conhecimento em organizações de software, área de foco deste trabalho, e 
mostrando uma breve discussão sobre Gerência de Riscos.   
2.1. INTRODUÇÃO 
Atualmente, a necessidade de extrair o máximo de valor do conhecimento 
organizacional é maior do que no passado. Cada vez mais, empresas são diferenciadas por 
aquilo que sabem e, numa economia global, o conhecimento pode ser uma grande vantagem 
competitiva para elas (DAVENPORT; PRUSAK, 1999).  
No desenvolvimento de software, pessoas constantemente tomam decisões técnicas ou 
gerenciais. Na maioria das vezes, os membros da equipe tomam suas decisões tendo como 
base o conhecimento e a experiência pessoal ou conhecimentos adquiridos com contatos 
informais. Em organizações menores, isso é viável, mas como as organizações normalmente 
crescem e passam a lidar com um volume maior de informações, este processo torna-se 
ineficiente (RUS; LINDVALL, 2002). 
Equipes de desenvolvimento trabalham em projetos similares sem saberem quais 
resultados seriam alcançados mais facilmente se seguissem uma prática adotada por um 
projeto anterior (BASILI et al., 2001). Ou seja, equipes de desenvolvimento não se 
beneficiam da experiência adquirida em situações passadas. Pelo contrário, eles cometem 
erros repetidamente (BROSSLER, 1999), pois muitos membros da equipe demonstram falta 
de conhecimento em um aspecto específico, conhecimento este que pode ser disponibilizado 
pela organização. Dessa forma, a construção de conhecimento nas organizações pode ser 
facilitada se o conhecimento já foi capturado, armazenado e organizado, tornando-se 
disponível para ser utilizado. Rus e Lindvall (2002) citam algumas necessidades para 
gerenciar conhecimento em organizações de desenvolvimento de software, a saber: 
 Adquirir e dominar rapidamente conhecimento sobre novas tecnologias e novos 
domínios; 
 Compartilhar conhecimento sobre políticas e práticas locais; 
 Capturar conhecimento e identificar as pessoas que o dominam; 
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 Permitir a comunicação e a colaboração entre indivíduos da organização para o 
compartilhamento de conhecimento. 
Segundo (O´LEARY, 1998), com o mercado superaquecido e a grande rotatividade 
dos funcionários no mercado de trabalho, as organizações tendem a perder acesso a grandes 
quantidades de conhecimento crítico. Sendo assim, empresas têm explorado métodos para 
melhorar a gestão do conhecimento.  
A gerência do conhecimento fomenta o capital intelectual por meio do apoio ao 
aprendizado organizacional e da manutenção de uma memória organizacional. Assim, a 
organização consegue adquirir habilidades para aprender, de forma contínua, as atividades dos 
processos de negócio, além de aumentar o conhecimento sobre os clientes, tecnologias e áreas 
de atuação (WINCH, 1999 apud MONTONI, 2003). Organizações desenvolvedoras de 
software, por exemplo, possuem processos de negócio altamente dinâmicos, utilizam diversas 
tecnologias e lidam com uma alta rotatividade de pessoal. Dessa forma, é importante 
gerenciar adequadamente o conhecimento que os membros dessas organizações possuem, 
bem como o conhecimento sobre as tecnologias utilizadas para a realização das atividades de 
desenvolvimento de software. Assim, é possível melhorar a execução dos processos, além de 
preservar o conhecimento mesmo quando os membros saem da organização (TRUEX et al., 
1999 apud MONTONI, 2003). 
As atividades dos processos de negócio das organizações podem ser apoiadas pela 
gerência de conhecimento, dentre elas, as atividades de gerenciamento de riscos. Essas 
atividades destacam-se por necessitar de pessoas experientes para realizá-las. Porém, quando 
é possível capturar e disponibilizar o conhecimento necessário para apoiar a realização dessas 
atividades, pessoas menos experientes podem assumi-las, sendo auxiliadas pelo conhecimento 
organizacional disponível. Dessa forma, ao longo das execuções dessas atividades, o 
conhecimento adquirido pode ser capturado e disponibilizado para ser utilizado futuramente. 
Neste capítulo, são apresentados os principais conceitos relacionados à Gerência do 
Conhecimento. Além disso, uma breve discussão sobre Gerência de Riscos também é 
apresentada. A Seção 2.2 apresenta a definição de conhecimento adotada no trabalho. Na 
Seção 2.3 são introduzidos os conceitos básicos relacionados à Gerência de Conhecimento. A 
Seção 2.4 discute algumas atividades básicas de um processo de gerência de conhecimento. A 
Seção 2.5 mostra a importância do apoio colaborativo na gerência de conhecimento. A Seção 
2.6 discute os principais conceitos sobre Gerência de Riscos. Finalmente, na Seção 2.7 são 
apresentas as considerações finais do capítulo. 
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2.2. DEFINIÇÃO DE CONHECIMENTO 
A definição de conhecimento muitas vezes se confunde com a de informação e dado. 
Normalmente, pode haver certa confusão entre essas definições, pois dados, informações e 
conhecimento estão intimamente relacionados.  
Segundo (DAVENPORT; PRUSAK, 1999), dados são conjuntos de fatos distintos e 
objetivos, relativos a eventos. Eles descrevem somente parte daquilo que aconteceu e não 
fornecem julgamento nem interpretação e nem qualquer base sustentável para a tomada de 
alguma ação. A informação é uma mensagem, normalmente na forma de um documento ou 
uma comunicação audível ou visível. Possuindo um emitente e um receptor, a informação tem 
por objetivo mudar o modo como o destinatário enxerga algo, exercendo algum impacto sobre 
o seu julgamento e comportamento. Diferente do dado, a informação tem significado, isto é, 
tem relevância e propósito, e está organizada para alguma finalidade. Por sua vez, o 
conhecimento é uma mistura de experiência consolidada, valores e informação contextual, 
proporcionando uma estrutura para avaliação e incorporação de novas experiências e 
informações. Originado e aplicado na mente das pessoas, o conhecimento nas organizações 
costuma estar embutido não apenas em documentos ou repositórios, mas também em rotinas, 
processos, práticas e normas organizacionais. O conhecimento deriva da informação da 
mesma maneira que a informação deriva de dados. Assim, para que a informação se torne 
realmente conhecimento, é necessário que os seres humanos façam virtualmente todo o 
trabalho. 
De acordo com Nonaka et al. (1997), existem dois tipos de conhecimento: o 
conhecimento tácito e o conhecimento explícito. O conhecimento tácito representa o 
conhecimento subjetivo, não documentado e presente somente nas cabeças das pessoas. Esse 
tipo de conhecimento depende de experiência pessoal e envolve fatores intangíveis como 
crenças, perspectivas, intuição e valores. O conhecimento explícito, por sua vez, representa o 
conhecimento objetivo, documentado e explicitado de alguma forma, de modo que possa ser 
acessado por várias pessoas. Conhecimento nesse formato pode ser facilmente transmitido e 
compartilhado na forma de princípios universais, fórmulas científicas, procedimentos 
codificados, entre outros.  
Nonaka et al. (1997) consideram a criação de conhecimento como uma interação 
contínua e dinâmica entre o conhecimento tácito e o conhecimento explícito, como mostra a 
Figura 2.1, realizada por quatro modos diferentes de conversão do conhecimento, a saber: 
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Figura 2.1 – Espiral do Conhecimento (NONAKA et al., 1997). 
 
 Socialização: É a transmissão do conhecimento tácito de um indivíduo para o 
outro. A socialização ocorre geralmente através do diálogo, compartilhamento de 
experiências, seções de brainstorming (reuniões formais com o objetivo gerar 
soluções para problemas específicos), dentre outros. O conhecimento tácito 
mantido pelos indivíduos é a base para a criação do conhecimento organizacional.  
 Externalização: É a transformação do conhecimento tácito em conhecimento 
explícito através da representação simbólica do conhecimento tácito. Isso 
normalmente ocorre através do uso de modelos, conceitos, hipóteses, descrições, 
desenhos etc. 
 Combinação: É a combinação de diferentes conjuntos de conhecimento explícito 
para gerar novos conhecimentos explícitos. Por exemplo, a combinação de 
documentos pode gerar novos documentos.  
 Internalização: É o processo de incorporação do conhecimento explícito em 
conhecimento tácito. Normalmente, a internalização ocorre através da leitura de 
documentos, da observação da prática, da realização de atividades etc. Ou seja, a 
partir de conhecimentos explícitos existentes, novos conhecimentos tácitos são 
gerados.  
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Para possibilitar a construção de conhecimento, meios eficazes de gerenciar o 
conhecimento devem ser estabelecidos. A próxima seção discute o conceito de gestão do 
conhecimento, bem como das atividades necessárias para realizá-la. 
2.3. GERÊNCIA DE CONHECIMENTO 
A Gerência de Conhecimento pode ser definida como um conjunto de atividades 
organizacionais que devem ser realizadas de forma sistemática com o intuito de adquirir, 
organizar e comunicar tanto conhecimento tácito como explícito de membros da organização, 
de tal forma que outros membros possam fazer uso desse conhecimento para tornar seu 
trabalho mais efetivo e produtivo (ALAVI; LEIDNER, 1999 apud SOFTEX, 2009a).  
Ao aplicar a gestão de conhecimento em organizações de software, espera-se 
(MONTONI, 2003): 
 Preservação do capital intelectual da organização através da conversão de 
conhecimento individual ou de grupo em conhecimento organizacional, evitando a 
perda de conhecimento quando membros saem da organização;  
 Aumento das vantagens competitivas da organização, pois a preservação do 
conhecimento sobre como os processos de software são realizados aumenta a 
visibilidade de mudanças a serem realizadas nesses processos, por exemplo, 
mudanças para tornar os processos mais ágeis ou para introduzir novas 
tecnologias;  
 Melhoria na execução dos processos de software através da diminuição da 
ocorrência de falhas e do apoio à tomada de decisão;  
 Promoção do aprendizado organizacional, facilitando o treinamento e a troca de 
experiências e conhecimentos entre membros da organização;  
 Diminuição da interação entre engenheiros do conhecimento e especialistas na área 
do negócio durante o processo de aquisição de conhecimento. 
A gerência de conhecimento organizacional implica formalmente em gerenciar 
recursos de conhecimento, a fim de facilitar o acesso e reuso do conhecimento, usando 
normalmente tecnologias de informação. O objetivo principal da gerência de conhecimento 
organizacional é fazer com que o conhecimento seja acessível e reutilizável para a 
organização. Várias tecnologias estão sendo usadas para implementar sistemas de gerência de 
conhecimento: e-mail, bancos de dados e data warehouses, sistemas de apoio à decisão em 
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grupo, navegadores e máquinas de busca, intranets e Internet e agentes inteligentes 
(O´LEARY, 1998). 
Dentre as abordagens de gerência de conhecimento existentes, uma que se destaca é a 
Fábrica de Experiências (BASILI et al., 1994), projetada especialmente para organizações de 
software. A fábrica de experiências sugere que as organizações precisam aprender através de 
suas experiências passadas, para que produtos sejam desenvolvidos com mais rapidez, menos 
custo e maior qualidade. A Fábrica de Experiência tem como objetivo:  
 Empacotar a experiência através da análise, síntese e avaliação, construindo 
modelos que representam abstrações dessa experiência; 
 Manter a experiência em um repositório de dados, experiências, modelos ou outras 
formas de conhecimento; e 
 Apoiar projetos na identificação e uso de experiências apropriadas para a situação 
em questão. 
Independentemente da abordagem de gerência de conhecimento adotada, é importante 
que seja possível armazenar e recuperar na memória organizacional o conhecimento 
necessário e útil para a realização das atividades dos processos organizacionais (VILLELA et 
al., 2000) (DIENG, 2000). Desta forma, a implementação e a manutenção de uma memória 
organizacional são motivadas pela necessidade de preservar e compartilhar o conhecimento e 
as experiências de uma organização (DIGNUM, 2000). A memória organizacional pode ser 
definida como uma representação persistente e explícita das informações e conhecimentos 
essenciais para uma organização, a fim de facilitar o acesso, o compartilhamento e a 
reutilização dos mesmos pelos membros da organização ao longo da execução de tarefas 
individuais ou coletivas (DIENG, 2000). 
 Segundo (JABLONSKI, 2001 apud VILLELA, 2004), é necessário observar duas 
questões quanto à estrutura de uma memória organizacional: (i) a informação precisa ser 
preparada de tal maneira que possa ser compartilhada, ou seja, o compartilhamento requer 
uma forma adequada de representação, (ii) a informação deve ser organizada de maneira que 
possa ser achada quando necessário, ou seja, existe a necessidade de uma estrutura para 
classificar as informações.  
 Além da memória organizacional, um conjunto de atividades básicas deve ser 
considerado para gerenciar o conhecimento de forma sistemática. A próxima seção apresenta 
uma discussão sobre as principais atividades envolvidas na gerência de conhecimento. 
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2.4. PROCESSO DE GERÊNCIA DE CONHECIMENTO 
É possível encontrar na literatura diversos trabalhos que propõem processos a serem 
utilizados para sistematizar a gerência de conhecimento dentro das organizações. A partir da 
análise dos trabalhos de Hendriks e Vriens (1998), Probst et al. (2000) e Davenport e Prusak 
(1998), Montoni (2003) propõe as seguintes atividades para gerenciar o conhecimento: 
 Identificação do conhecimento relevante para os membros da organização;  
 Aquisição de conhecimento e armazenamento dos tipos de conhecimento úteis à 
organização;  
 Construção de conhecimento útil à organização, mas que não existe ou não é 
acessível através de nenhuma fonte interna ou externa para gerar novas 
habilidades, novos produtos, melhores ideias e processos mais eficientes;  
 Manutenção do conhecimento armazenado na memória organizacional, através da 
remoção ou atualização de conhecimento defasado ou de pouca utilidade;  
 Disseminação do conhecimento relevante para as pessoas certas no momento mais 
apropriado, evitando sobrecarga de conhecimento aos membros da organização;  
 Utilização do conhecimento organizacional para melhorar o aprendizado 
individual, de grupo e organizacional e aprimorar as habilidades da organização na 
realização de suas atividades;  
 Valoração do conhecimento, através da medição de sua utilidade e de suas 
contribuições para a organização. 
Outros trabalhos, tais como (NATALI, 2003), (STAAB et al., 2001) e (AGRESTI, 
2000), também definem algumas atividades essenciais para gerência do conhecimento 
organizacional. Embora existam vários trabalhos com esse propósito, as seguintes atividades 
foram consideradas neste trabalho: 
 Criação de conhecimento: envolve criar, classificar e organizar o conhecimento. 
 Avaliação do conhecimento: visa avaliar se o conhecimento criado é relevante 
para organização, a fim de definir se o mesmo deve ser disponibilizado ou não 
para a organização. 
 Disseminação do conhecimento: envolve recuperar, acessar e utilizar o 
conhecimento disponível na organização. 
 Valoração do conhecimento: necessária para valorar o conhecimento disponível. 
 Manutenção do conhecimento: diz respeito a excluir ou atualizar o conhecimento 
disponível. 
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A seguir, uma discussão mais detalhada sobre essas atividades é apresentada. 
2.4.1. Criação de Conhecimento 
 De acordo com Nunamaker et al. (2001), pessoas recebem mensagens de várias fontes, 
tais como resultados de máquinas de busca, videoconferências, agentes inteligentes, 
documentos digitais, páginas web, grupos de discussão, publicidade, incluindo email, TV, 
rádio, conhecimento tácito, reuniões face-a-face, jornais etc. 
 Há pouca dúvida que a quantidade e a forma de comunicação têm aumentado ao longo 
das últimas duas décadas. Um grande desafio em organizações de software é saber qual 
informação é realmente útil dentre toda a informação gerada durante a comunicação. De 
alguma forma, a informação deve ser digerida e organizada em conhecimento significativo e 
útil para que possa ajudar na tomada de decisões futuras. 
Muitas vezes, organizações de software desejam implantar uma política de gestão de 
conhecimento, porém não possuem capacidade suficiente para executar tal tarefa. Um desafio 
inicial para uma organização que deseja gerenciar conhecimento é definir quais tipos de itens 
de conhecimento devem ser gerenciados, ou seja, quais tipos de itens de conhecimento são 
relevantes para suas próprias necessidades. Essa tarefa requer, primeiramente, conhecer as 
necessidades da organização e, a partir das necessidades identificadas, definir os tipos de itens 
de conhecimentos relevantes para ela. A seguir, discutem-se alguns tipos de itens de 
conhecimento citados na literatura como sendo relevantes para organizações de software. 
2.4.1.1. Tipos de Itens de Conhecimento 
É possível encontrar na literatura vários tipos de itens de conhecimento que são 
tipicamente considerados por organizações de software. Montoni (2003) fornece alguns 
exemplos desses tipos de itens de conhecimento, dentre eles descrições de processo, casos, 
lições aprendidas, ideias e conhecimento sobre domínio. Segundo (SOFTEX, 2009a), 
exemplos de tipos de itens de conhecimento incluem documentação dos produtos da 
organização, técnicas e métodos usados, processos organizacionais e de software, roteiros de 
documentos, informações técnicas sobre tecnologias específicas ou domínios de 
conhecimento, lições aprendidas, diretrizes, melhores práticas etc. O´Leary (1998) cita que 
tipos de itens de conhecimento geralmente incluem manuais, cartas, notícias, informações do 
cliente, informações do concorrente e conhecimentos provenientes de processos de trabalho. 
Segundo Markkula (1999 apud NATALI, 2003), as fontes de conhecimento podem ser 
classificadas em três classes de conhecimento: o externo, o interno estruturado e o interno 
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informal. O conhecimento externo inclui sites, manuais, livros e materiais de treinamento. O 
conhecimento interno estruturado é composto por métodos, modelos, melhores práticas, 
componentes de software, relatórios de pesquisa, diretrizes, comunicações específicas da 
organização e informações de marketing e de resultados da organização, dentre outros. Já o 
conhecimento interno informal inclui discussões e notícias organizadas por assuntos e pastas 
contendo informações sobre o projeto.  
Rus e Lindvall (2002) citam que, em organizações de software, é importante adquirir e 
dominar rapidamente conhecimento sobre novas tecnologias e novos domínios, compartilhar 
conhecimento sobre políticas e práticas locais, capturar lições aprendidas e análises feitas 
após a execução do projeto, visando registrar o que deu certo ou errado, heurísticas, melhores 
práticas, modelos de estimação, normas e padrões de qualidade. 
 É fácil notar que é possível encontrar vários tipos de itens de conhecimento sugeridos 
na literatura. Apesar do grande número de sugestões, são poucas referências bibliográficas 
que apresentam detalhes do que realmente significam esses tipos de itens de conhecimento ou 
uma definição detalhada dos mesmos. Em (OLIVEIRA, 2009), tipos de itens de 
conhecimento a serem utilizados em uma organização são definidos, dentre eles: 
 Nova Tecnologia: envolve, mas não se restringe a, linguagens e ferramentas de 
programação, algoritmos e estruturas de dados, componentes reutilizáveis, 
tecnologias para proporcionar melhoria nos requisitos não funcionais (como 
acessibilidade). Novas Tecnologias não necessariamente são coisas novas no 
mercado de TI, mas para a realidade da organização.  
 Conhecimento sobre o Domínio da Aplicação: está relacionado ao domínio da 
aplicação desenvolvida, pois na organização surgem aplicações de diversos 
domínios que podem ser desconhecidos aos membros novatos.  
 Procedimento: este tipo de conhecimento está relacionado aos procedimentos 
formais da organização, ou seja, são aquelas tarefas que devem ser realizadas 
sempre da mesma maneira, mas que normalmente ficam armazenadas apenas 
como conhecimento tácito de cada membro da organização. Ex.: Procedimento 
para configuração do repositório de dados.  
 Recomendação: Esse tipo de conhecimento é menos formal e serve para 
compartilhar entre os membros da organização dicas acerca de como realizar 
determinadas tarefas do processo da maneira mais adequada, tais como padrões 
para nomes de variáveis e organização de documentos.   
30 
 
 
 Conhecimento sobre Arquitetura de Software: esse tipo de conhecimento está 
relacionado aos componentes arquiteturais dos projetos em desenvolvimento. 
Podem ser componentes ou frameworks desenvolvidos que possam ser úteis em 
outros projetos, ou alguma solução para um problema arquitetural recorrente nos 
projetos. 
 Natali (2003) também apresenta alguns tipos de itens de conhecimento, justificando a 
importância de cada um, dentre eles: 
 Processo de Software: desenvolvedores de software são expostos a uma grande 
diversidade de características, objetivos e contextos de produtos de software a 
serem desenvolvidos e constantemente obtém experiência em cada novo projeto. 
Esta experiência pode ser aplicada em futuros projetos, evitando erros e 
aumentando o potencial de sucesso. 
 Domínio do Projeto: o desenvolvimento de software não requer apenas 
conhecimento sobre seu próprio domínio, mas também sobre o domínio para o 
qual o software está sendo desenvolvido. Desenvolver software para domínios 
complexos, como controle aéreo ou lançamentos espaciais, pode causar uma 
dificuldade extra: o entendimento sobre o problema em questão. 
 Novas Tecnologias: o desenvolvimento de software torna-se cada vez mais 
complexo em razão das constantes mudanças e do surgimento de novas 
tecnologias. Porém, novas tecnologias tornam os produtos de software mais 
poderosos. Sendo assim, é importante apoiar o compartilhamento de conhecimento 
sobre novas tecnologias. 
 Dentre os tipos de conhecimento sugeridos pela literatura, um que se destaca é a lição 
aprendida. Segundo Bartlmae e Riemenschneider (2000), lições aprendidas podem ser 
classificadas como melhores práticas, “how to”, erros/críticas e fatores de sucesso. Uma lição 
aprendida é um conhecimento informal que pode ser entendido como ideias, fatos, questões, 
ponto de vista, decisões, etc. Além disso, lições aprendidas também podem ser classificadas 
como lições informativas, de sucesso ou de fracasso. As lições informativas explicam como 
proceder em uma determinada situação; as lições de sucesso fornecem exemplos de 
problemas que foram resolvidos de maneira positiva; as lições de fracasso fornecem exemplos 
de respostas negativas à tentativa de solucionar um problema e maneiras potenciais de 
contornar a situação (NATALI, 2003) (O´LEARY, 1998).  
 Além de lições aprendidas, documentos também são considerados como itens de 
conhecimento (BARTLMAE; RIEMENSCHNEIDER, 2000). Em organizações de software, 
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muitos documentos são gerados, principalmente na execução de processos, e os mesmos 
podem ser utilizados como fonte de conhecimento para projetos futuros. Segundo Bartlmae e 
Riemenschneider (2000), atributos como resumo, descrição detalhada e projeto em que foi 
criado podem ser utilizados para caracterizar um documento.  
 Outro tipo de conhecimento comum encontrado na literatura são as melhores práticas. 
As melhores práticas fornecem maneiras eficientes e eficazes de realizar tarefas (NATALI, 
2003). Repositórios de conhecimento de melhores práticas capturam conhecimento dos 
melhores processos. Normalmente, esses repositórios são gerados usando atividades de 
benchmarking projetadas para solicitar formas mais efetivas e eficientes de fazer as coisas. 
Após uma organização ter conhecimento das melhores práticas, elas podem ser incorporadas 
(O´LEARY, 1998). 
 A Tabela 2.1 apresenta os principais tipos de itens de conhecimento encontrados na 
literatura e os respectivos trabalhos onde os mesmos são citados. 
Tabela 2.1 – Tipos de Itens de Conhecimento Citados na Literatura. 
Tipo Referências Bibliográficas 
Descrições de Processos (MONTONI, 2009), (SOFTEX, 2009a) e (NATALI, 
2003). 
Casos (MONTONI, 2003). 
Lições Aprendidas (MONTONI, 2003), (SOFTEX, 2009a), 
(BARTLMAE; RIEMENSCHNEIDER, 2000), 
(NATALI, 2003) e (O´LEARY, 1998). 
Ideias (MONTONI, 2003). 
Conhecimento sobre Domínio (MONTONI, 2003), (SOFTEX, 2009a), (RUS; 
LINDVALL, 2002), (OLIVEIRA, 2009) e (NATALI, 
2003). 
Documentos (SOFTEX, 2007) e (BARTLMAE; 
RIEMENSCHNEIDER, 2000). 
Técnicas (SOFTEX, 2009a). 
Métodos (SOFTEX, 2009a) e (MARKKULA, 1999 apud 
NATALI, 2003). 
Conhecimento sobre Tecnologia (SOFTEX, 2009a), (RUS; LINDVALL, 2002), 
(OLIVEIRA, 2009) e (NATALI, 2003). 
Melhores Práticas (SOFTEX, 2009a), (MARKKULA, 1999 apud 
NATALI, 2003), (RUS; LINDVALL, 2002),  
(NATALI, 2003) e (O´LEARY, 1998). 
Diretrizes (SOFTEX, 2009a) e (MARKKULA, 1999 apud 
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NATALI, 2003). 
Manuais (O´LEARY, 1998) e (MARKKULA, 1999 apud 
NATALI, 2003). 
Cartas (O´LEARY, 1998). 
Notícias (O´LEARY, 1998). 
Informações sobre o Cliente (O´LEARY, 1998) 
Informações sobre o Concorrente (O´LEARY, 1998). 
Conhecimento Proveniente de Processos de 
Trabalho 
(O´LEARY, 1998). 
Sites (MARKKULA, 1999 apud NATALI, 2003). 
Livros (MARKKULA, 1999 apud NATALI, 2003). 
Materiais de Treinamento (MARKKULA, 1999 apud NATALI, 2003). 
Componentes de Software (MARKKULA, 1999 apud NATALI, 2003). 
Relatórios de Pesquisa (MARKKULA, 1999 apud NATALI, 2003). 
Comunicações específicas da Organização (MARKKULA, 1999 apud NATALI, 2003). 
 
  
Além de definir quais tipos de itens de conhecimento devem ser gerenciados, é 
importante que a organização também defina quais informações devem ser capturadas sobre 
cada item de conhecimento. Essas informações podem ser divididas em dois grupos: 
informações sobre o conteúdo do item de conhecimento e informações sobre o contexto no 
qual o item de conhecimento foi criado. A seguir, discute-se o uso de informações para a 
contextualização de itens de conhecimento. 
2.4.1.2. Informações Contextuais 
De acordo com Dey e Abowd (1999), contexto pode ser definido como qualquer 
informação que possa ser usada para caracterizar a situação de uma entidade. Uma entidade é 
uma pessoa, lugar ou objeto que é considerado relevante para a interação entre um usuário e 
uma aplicação, incluindo o próprio usuário e a própria aplicação. Sendo assim, é importante 
primeiramente definir o que vai ser contextualizado, ou seja, as entidades, e em seguida, 
estabelecer quais tipos de informações serão utilizadas para caracterizar as entidades 
definidas.   
Um fato a ser observado é que contexto está fortemente ligado a sistemas de 
recuperação de informações. Normalmente, em sistemas comuns de consulta a informações, 
usuários informam parâmetros para que a consulta traga resultados relacionados aos 
parâmetros informados. Dessa forma, o usuário informa o contexto ao qual as informações do 
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resultado da consulta devem pertencer e durante a busca há uma comparação de contextos 
para que as informações retornadas sejam relevantes.  
Em se tratando de gerência de conhecimento, um aspecto fundamental a ser definido 
consiste em se estabelecer formas de busca eficientes. Ou seja, é preciso fazer com que um 
membro da organização consiga localizar a informação desejada. Sendo assim, é fundamental 
que informações contextuais sejam definidas. 
Klemke (2000) define alguns requisitos para informações contextuais relevantes. 
Segundo ele, informações contextuais devem:  
 Ser de relevância para caracterizar uma situação, ou seja, permitir distinguir 
situações diferentes; 
 Ser possíveis de serem explicadas; 
 Ser automaticamente ou semi-automaticamente identificadas; 
 Ser suficientemente pequenas em número, permitindo o armazenamento e 
recuperação de forma eficiente; 
 Permitir a definição de um conjunto ou intervalo de valores possíveis 
de precisão suficiente; 
 Permitir a medição da similaridade de cada par de valores para uma determinada 
dimensão. 
Deve-se notar que há uma grande relação entre indexação e contextualização de itens 
de conhecimento. Ou seja, ao definir informações contextuais a serem utilizadas para 
contextualizar itens de conhecimento, esquemas de indexação para esses itens também são 
implicitamente definidos. 
Itens de conhecimento podem ser contextualizados de diversas formas, pois existem 
muitas informações contextuais que podem ser utilizadas para tal tarefa. Segundo Villela 
(2004), há uma clara importância em contextualizar o conhecimento na memória 
organizacional por meio de atributos e associações, podendo também serem modeladas várias 
perspectivas, entre as quais (DIENG, 2000): o quê, como, quando, quem, onde e por quê. 
Atributos descritivos, tais como nome e função de contato ou de quem fez a contribuição, data 
de contribuição e situação do item de conhecimento também podem ser utilizados 
(O’LEARY, 1998). Ramesh (2002) sugere que objetos produzidos durante o desenvolvimento 
de sistemas sejam associados às pessoas responsáveis pela sua manutenção e uso, além da sua 
criação.  
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Existem muitas informações que podem ser utilizadas para caracterizar itens de 
conhecimento, mas nem sempre vale à pena considerar tanta informação. Segundo Klemke 
(2000), a quantidade de informação que poderia caracterizar uma dada situação é muito 
grande para ser tratada. Além disso, algumas dimensões de contexto relevantes são difíceis de 
identificar automaticamente ou até mesmo difíceis de serem explicadas, como, por exemplo, a 
intenção por trás de uma determinada ação. Enfim, cabe a cada organização de software 
definir as informações contextuais a serem utilizadas para caracterizar itens de conhecimento 
considerando suas necessidades específicas e particularidades, além de verificar quais tipos de 
informações podem ser capturadas e registradas.  
Na gerência de conhecimento, uma entidade candidata a ser contextualizada é o item 
de conhecimento. Ao armazenar um item de conhecimento na memória organizacional, 
informações sobre o contexto no qual aquele conhecimento foi capturado podem ser 
identificadas e armazenadas juntamente com o item de conhecimento, permitindo que seja 
apresentado quando surgirem contextos semelhantes. Conforme (KLEMKE, 2000), um 
sistema útil pode reconhecer automaticamente o contexto atual dos usuários, sendo capaz de 
fornecer possíveis informações criadas em contextos similares.  
Na gerência de conhecimento, é importante que as informações contextuais sejam 
armazenados na memória organizacional juntamente com os respectivos itens de 
conhecimento. Um dos grandes benefícios do uso de informações contextuais é recuperar 
itens de conhecimento através do cálculo de similaridade entre o contexto de cada item 
armazenado na memória organizacional e o contexto em que se encontra o membro da 
organização. A grande desvantagem de não se usar informações contextuais em memórias 
organizacionais é que não é possível executar qualquer tipo de raciocínio sobre a similaridade 
de contextos. Dessa forma, o usuário tem o trabalho de lembrar contextos semelhantes ao qual 
se encontra para tentar encontrar informações para serem reutilizadas (KLEMKE, 2000). 
2.4.2. Avaliação de Conhecimento 
Em organizações que desejam gerenciar conhecimento, é importante permitir a criação 
de itens de conhecimento pelos seus membros em qualquer momento. Porém, essa liberdade 
de criação de itens de conhecimento gera alguns riscos que devem ser tratados no âmbito da 
gerência de conhecimento. Muitas vezes, membros da organização podem gerar itens de 
conhecimento em formatos não adequados ou até mesmo não compreensíveis ou mal 
explicados. Além disso, podem existir casos em que o conhecimento gerado é de pouca 
utilidade para a organização. Outro problema que pode ocorrer é quando um membro da 
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organização cria um item de conhecimento bastante semelhante a um já disponibilizado na 
memória organizacional, gerando redundância de conhecimento. 
A avaliação de itens de conhecimento tem como foco filtrar o conhecimento a ser 
disponibilizado na memória organizacional, visando verificar sua utilidade, clareza e 
correção. Segundo Winch (1999), as percepções e interpretações de conhecimento variam de 
pessoa para pessoa e, portanto, o conhecimento deve ser filtrado e avaliado antes de ser 
armazenado na memória organizacional. A filtragem e a avaliação devem verificar se os itens 
de conhecimento adquiridos estão corretos e de acordo com as metas de gerência do 
conhecimento da organização.  
A avaliação de itens de conhecimento candidatos a serem inseridos na memória 
organizacional é feita normalmente por uma equipe de especialistas, ou seja, pessoas mais 
indicadas para avaliar um item de conhecimento de um determinado assunto são escolhidas.  
No trabalho de Monotoni (2003), antes de um item de conhecimento ser 
disponibilizado para a organização, o mesmo é avaliado por um comitê, visando verificar seu 
conteúdo e sua utilidade. Primeiramente, um item de conhecimento adquirido é armazenado 
em uma base intermediária. Em seguida, membros do comitê de avaliação da organização são 
selecionados e notificados para realizar a avaliação do item de conhecimento. Depois, cada 
membro do comitê de avaliação elabora um parecer sobre o item de conhecimento, tomando 
como base os seguintes critérios: 
 Correção: o item de conhecimento não apresenta erros (BAISCH; LIEDTKE, 
1998);  
 Completude: o item de conhecimento contém as informações necessárias para ser 
compreendido de forma adequada (WANGENHEIM et al., 2001b);  
 Consistência: o item de conhecimento contém informações coerentes e sem 
ambiguidades (WANGENHEIM et al., 2001a);  
 Utilidade: a relação entre o custo de empacotamento e os benefícios de utilização 
do item de conhecimento é satisfatória (FUJIHARA; SIMMONS, 1997) 
(HOUDEK; SCHNEIDER, 1999);  
 Aplicabilidade: o item de conhecimento pode ser aplicado de forma adequada pelo 
grupo de potenciais usuários (O´DELL; GRAYSON, 1998).  
Ainda em (MONTONI, 2003), em relação ao parecer, o avaliador pode apresentar 
quatro resultados:  
 Aprovado: o item de conhecimento deve ser disponibilizado na organização;  
36 
 
 
 Aprovado com modificações: o item de conhecimento pode ser disponibilizado, 
mas modificações devem ser realizadas para adequá-lo. O avaliador deve indicar 
quais as mudanças a serem realizadas no item de conhecimento;  
 Não aprovado: o item de conhecimento não possui valor que justifique a sua 
disponibilidade na organização;  
 Indefinido: o avaliador teve dificuldade em compreender e avaliar o item de 
conhecimento.  
Após cada avaliador apresentar seu parecer, o coordenador do comitê analisa as 
avaliações individuais e pode tomar uma das seguintes decisões: (i) enviar todas as avaliações 
para cada avaliador do comitê para que se chegue a um consenso das avaliações realizadas; 
(ii) encaminhar o conhecimento para empacotamento, caso seja aprovado ou aprovado com 
modificações; (iii) remover o conhecimento da base intermediária, caso não seja aprovado; ou 
(iv) manter o conhecimento na base intermediária, caso o parecer das avaliações tenha sido 
indefinido. Caso o conhecimento seja enviado para ser empacotado, o mesmo pode ter seu 
conteúdo revisado, considerando as alterações sugeridas pelos avaliadores do comitê, bem 
como o formato mais adequado para ser disponibilizado na organização.  
 Oliveira (2009) propõe um processo de gerência de conhecimento, onde um dos 
requisitos é permitir a avaliação de itens de conhecimento antes de armazená-los e 
disponibilizá-los para a organização, com o objetivo de filtrar conhecimento de valor, 
garantindo que o mesmo esteja correto e claro o suficiente para ser reutilizado. Em 
(OLIVEIRA, 2009), um item de conhecimento primeiramente é inserido no repositório como 
rascunho, podendo sofrer alterações do seu criador até o momento que for enviado para 
homologação. Na fase de homologação, o gerente pode disponibilizar diretamente o item de 
conhecimento para ser acessado por membros da organização ou, quando necessário, pode 
enviar o item de conhecimento para avaliação de especialistas. Quando um item é enviado 
para avaliação, o gerente tem o apoio de uma ferramenta que provê funcionalidades para 
filtrar os especialistas mais adequados para avaliação do item. Esse filtro possui critérios 
como o cargo, as habilidades do especialista, o grau das habilidades e o número de avaliações 
feitas por ele. Ainda na fase de homologação, itens de conhecimento também podem ser 
desabilitados, por exemplo, quando a avaliação for negativa, e serem reenviados para seus 
respectivos autores com sugestões de alteração que o homologador retira da avaliação. 
 Para avaliação de itens de conhecimento, é importante definir: (i) um workflow das 
etapas de avaliação, (ii) os critérios de avaliação a serem utilizados e (iii) formas de seleção 
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das pessoas mais adequadas para realizar uma determinada avaliação. Para a seleção de 
pessoas, organizações podem gerenciar competências e habilidades de seus membros.     
2.4.3. Disseminação de Conhecimento 
Após a identificação dos itens de conhecimento e a inserção dos mesmos na memória 
organizacional, é preciso garantir que as pessoas interessadas possam utilizar realmente os 
itens de conhecimento disponíveis. Sendo assim, é preciso desenvolver mecanismos 
adequados que permitam o armazenamento, a consulta e a recuperação de itens de 
conhecimento. Além disso, mecanismos proativos podem ser desenvolvidos para auxiliar na 
disseminação do conhecimento e garantir que a informação relevante seja disponibilizada aos 
interessados no momento adequado para a realização de suas tarefas (SOFTEX, 2009a). De 
acordo com Henninger (2001), uma maior atenção deve ser dada na definição de 
procedimentos e de serviços/ferramentas que apoiem as atividades das pessoas, de forma que 
a informação chave seja distribuída quando ela é necessária.  
Em ambientes de gerência de conhecimento, é fundamental a existência de 
mecanismos de disseminação que apresentem informações segundo as necessidades 
especificadas pelos próprios membros da organização e mecanismos de disseminação que 
forneçam informações relevantes de maneira proativa, sem a necessidade de intervenção do 
membro da organização, tomando por base informações contextuais coletadas. Segundo 
Mendonça et al. (2001), a disseminação de conhecimento pode ser ativa, ou seja, o sistema 
notifica ou fornece informações que podem ser de interesse do usuário sem a necessidade de 
uma solicitação explícita, ou pode ser passiva, onde o usuário inicia a interação com o sistema 
e especifica o tipo de informação que pretende obter. Atualmente, grande ênfase tem sido 
dada aos serviços/ferramentas de disseminação ativa de conhecimento. Conforme 
(ABECKER et al., 2001), usuários não querem gastar tempo buscando informações e 
precisam de um serviço de disseminação de conhecimento ativo e sensível ao contexto, que 
conheça o que o usuário está fazendo e explore as informações de forma autônoma.  
Repositórios de conhecimento tornam-se consideravelmente grandes. Sendo assim, a 
busca de informação nesses repositórios é uma tarefa extremamente crítica e deve ser feita de 
forma eficiente. A maioria das técnicas de busca dominantes inclui máquinas de busca, 
agentes inteligentes e modelos de visualização. Há uma variedade de máquinas de busca que 
tem sido usada para ajudar usuários a encontrar informações na Internet, tais como Google, 
Yahoo, dentre outras. Essas e outras máquinas de busca podem ser adaptadas para ambientes 
de intranet para a gerência de conhecimento (O´LEARY, 1998). 
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Dentre as técnicas para a disseminação proativa de conhecimento, uma que se destaca 
é o uso de agentes. No contexto da gerência de conhecimento, agentes de software podem ser 
usados para conectar os membros da organização ao conhecimento disponível. Agentes 
podem ser úteis não apenas na busca por conhecimento, mas também no filtro de 
conhecimento relevante e sua disseminação. Em um processo de trabalho bem definido, 
agentes podem agir proativamente, buscando e oferecendo itens de conhecimento que podem 
ser relevantes para a atividade que o indivíduo está executando (O’LEARY, 1998).  
O fluxo de conhecimento dentro de uma organização deve levar em conta não só as 
necessidades de conhecimento dos processos de negócios, mas também as preferências 
pessoais e o nível de experiência dos usuários individuais (DIGNUM, 2006). Sendo assim, é 
importante que, durante o fornecimento proativo de conhecimento, se considere o perfil do 
usuário para sugerir informações relevantes. 
Outra técnica bastante utilizada para a organização e a busca de itens de conhecimento 
é o Raciocínio Baseado em Casos (RBC) (BARTLMAE; RIEMENSCHNEIDER, 2000). Itens 
de conhecimento podem ser armazenados na memória organizacional como casos e, usando 
medidas de similaridade, casos semelhantes ao que o membro da organização procura podem 
ser recuperados e apresentados. 
Embora haja muitas técnicas que podem ser utilizadas para a busca de itens de 
conhecimento, normalmente a recuperação dos mesmos é feita com base no contexto em que 
o usuário se encontra. Ou seja, informações contextuais, como a tarefa que o usuário está 
executando e o perfil do usuário, são utilizadas para identificar as necessidades do usuário e 
sugerir itens de conhecimento que podem ser relevantes para ele. 
Abecker et al. (2001) indica que a gerência de conhecimento pode ser integrada com a 
modelagem de processos da seguinte forma: 
 É possível especificar a necessidade de informação/conhecimento para cada 
atividade de um processo. Ao iniciar uma atividade específica, uma consulta à 
memória organizacional pode ser automaticamente realizada e oferecer ativamente 
o resultado para o usuário;  
 A especificação da necessidade de informação/conhecimento pode ser 
parametrizada para considerar necessidades específicas da instância da atividade, a 
fim de permitir recuperação de informações/conhecimentos específicos para o 
contexto de cada instância;  
 Se o sistema de gerência do conhecimento conhece o contexto de criação de um 
item de conhecimento durante a execução do workflow, esta informação pode ser 
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registrada com o item e ser aproveitada para melhorar a recuperação do mesmo em 
situações similares. 
É fácil notar que a disseminação de itens de conhecimento está fortemente relacionada 
com a indexação de itens de conhecimento. Ao inserir itens de conhecimento na memória 
organizacional, eles devem ser classificados para que a memória organizacional seja 
construída de forma organizada, facilitando a recuperação de itens de conhecimento quando 
necessário. Segundo (SOFTEX, 2009), para facilitar a disseminação de conhecimento, é 
importante definir esquemas de classificação adequados. Em um ambiente de gerência de 
conhecimento com um esquema adequado de indexação/classificação de itens de 
conhecimento, é possível recuperar itens de conhecimento, levando em consideração o 
esquema definido. Além do esquema de indexação/classificação, é importante também definir 
como e quando os itens de conhecimento podem ser recuperados e apresentados para 
membros da organização. Em (WANGENHEIM et al., 2001a), há uma preocupação em como 
buscar o conhecimento. Pode ser por navegação da área de pesquisa, por atributos ou por 
conteúdo. Além disso, quando a busca não fornece uma resposta satisfatória ao usuário, é 
permitido solicitar uma resposta diretamente a um especialista via correio eletrônico.   
2.4.4. Valoração de Conhecimento 
 O uso do conhecimento, na maioria das vezes, é uma atividade negligenciada em 
ambientes de gerência de conhecimento. Muitos sistemas de gerência de conhecimento 
assumem que, uma vez encontrados os itens de conhecimento, sua função está terminada. 
Entretanto, informações sobre a utilidade do conhecimento disponível na memória 
organizacional são fundamentais para a identificação de novos conhecimentos relevantes ou 
itens obsoletos, sendo a base para a evolução da memória organizacional (STAAB et al., 
2001). 
A valoração tem como foco permitir mecanismos de avaliação dos itens de 
conhecimento disponíveis na memória organizacional, visando capturar o feedback de seus 
utilizadores. Ruggles (1998) destaca a importância em medir o valor dos ativos de 
conhecimento disponibilizados na organização, indicando que é importante estabelecer algum 
mecanismo de avaliação de utilidade dos ativos de conhecimento, do ponto de vista dos 
usuários dos mesmos. Dessa forma, torna-se possível a coleta de dados para medidas, como a 
taxa de utilização e aplicação de ativos, além de permitir a descoberta dos ativos com maior 
valor para a organização. 
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Um grande desafio na gerência de conhecimento é definir mecanismos eficientes para 
capturar o feedback dos membros da organização em relação à utilidade e contribuição dos 
itens de conhecimento disponíveis. Algumas das propostas encontradas na literatura incluem:  
 Oliveira (2009) propõe que itens sejam avaliados quanto à sua utilidade quando 
forem acessados por algum membro da organização. Essa avaliação pode ser útil 
tanto para a manutenção da base de conhecimento, como também para a 
disseminação de itens, que pode utilizar como parâmetro os resultados dessas 
avaliações para ordenar os itens mais relevantes. Oliveira (2009) define um 
processo de valoração de ativos de conhecimento que é composto por atividades 
que visam possibilitar a agregação de valor aos ativos de conhecimento, através da 
definição de um método de avaliação com base em critérios objetivos. Assim, 
torna-se possível realizar a manutenção dos ativos de conhecimento, pois é 
possível obter um relatório com os ativos que não estão sendo úteis ou que estão 
defasados na memória organizacional. Para avaliar a utilidade de um item de 
conhecimento, o membro da organização deve apenas informar se o item foi útil 
ou não naquele contexto. Além disso, uma justificativa sobre a avaliação pode ser 
informada.  
 Montoni (2003) propõe o uso combinado de grau de utilidade e comentários. Cada 
usuário pode indicar o grau de utilidade do item de conhecimento e fazer um 
comentário sobre a utilidade do mesmo. Esses comentários podem aumentar a 
confiança de futuros utilizadores, visto que registra que outros usuários utilizaram 
o item de conhecimento e obtiveram benefícios com a sua utilização. Além disso, 
os comentários de usuários do conhecimento também podem ser úteis durante a 
manutenção do repositório da organização para identificar qual conhecimento 
armazenado realmente está trazendo benefícios para a organização.  
 Natali (2003) propõe que o membro da organização informe, ao utilizar um item, 
se o mesmo foi útil, os problemas que surgiram ao reutilizá-lo e as soluções 
aplicadas.  
 Villela (2004) aponta a necessidade de permitir feedbacks de usuários em relação 
ao conhecimento existente disponível na organização, adicionando créditos ou 
comentários aos itens de conhecimento disponíveis na memória organizacional, 
para que possam ser visualizados sempre que os itens de conhecimento forem 
acessados. Além disso, deve ser possível para o usuário iniciar discussões e enviar 
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e-mails para autores e gerentes de conhecimento caso surja alguma dúvida sobre o 
item de conhecimento. 
 É importante que a organização defina, de acordo com suas necessidades, como a 
valoração de itens de conhecimento deve ocorrer. Essa definição deve considerar quais 
informações sobre valoração de itens de conhecimento podem ser utilizadas para a 
manutenção da memória organizacional, distribuição de itens de conhecimento e nível de 
credibilidade dos mesmos, de forma que membros da organização possam conhecer o ponto 
de vista seus utilizadores.  
2.4.5. Manutenção de Conhecimento 
De acordo com (SOFTEX, 2009a), a constante manutenção da memória 
organizacional é fundamental para garantir a confiabilidade do conhecimento armazenado e 
possibilitar que os objetivos da gerência de conhecimento sejam alcançados de maneira 
adequada. Para isso, devem ser estabelecidos critérios bem definidos, de forma que o 
conhecimento de valor para a organização possa evoluir e o conhecimento sem relevância 
possa ser excluído. Essa manutenção pode ser feita pelo próprio gerente do conhecimento ou 
ainda por algum meio automatizado com base em critérios previamente definidos. 
A falta de manutenção da memória organizacional é uma das principais razões pelas 
quais um sistema de gerência de conhecimento não obtém o sucesso desejado em 
organizações (ABECKER et al., 1998). A memória organizacional está centrada em um 
ambiente que sofre mudanças dinamicamente e está sujeita a adaptações frequentes. Alguns 
princípios podem facilitar a manutenção da memória organizacional, dentre eles, incentivar o 
usuário a prover feedback e sugestões para melhoria e checar a consistência de um novo item 
de conhecimento antes do mesmo ser armazenado na memória organizacional. Esses 
princípios têm como objetivo minimizar o esforço humano nas tarefas de manutenção, sendo 
útil, também, para controlar e detectar o conhecimento inválido, conhecimento ausente ou 
conhecimento desatualizado (ABECKER et al., 1998). 
A manutenção de itens de conhecimento pode ser feita com base nos dados coletados 
durante a valoração dos itens. Esses dados podem conter informações úteis para identificar 
itens de conhecimento que precisam ser atualizados ou removidos da memória organizacional. 
É possível encontrar na literatura algumas propostas para a manutenção de itens de 
conhecimento. Natali (2003) propõe que a manutenção seja realizada levando-se em conta o 
feedback do usuário. Sendo assim, o gerente de conhecimento pode decidir quais itens de 
conhecimento estão obsoletos e ou nunca foram utilizados e definir quais devem ser 
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excluídos. A manutenção de itens de conhecimento também pode ser feita com o apoio de 
agentes de software, onde os mesmos são configurados para alertar o gerente de 
conhecimento de quando é necessário realizar a manutenção da memória organizacional, de 
acordo com intervalos de tempos definidos, ou quando a memória atingir um determinado 
tamanho. Em (NATALI, 2003), agentes de software podem ainda sugerir itens de 
conhecimento a serem excluídos, com base em critérios definidos pelo gerente de 
conhecimento. 
Segundo (OLIVEIRA, 2009), a manutenção de ativos de conhecimento pode ser 
realizada manualmente, onde o gerente visualiza uma lista de itens de conhecimento, com 
filtros de data, estrutura, valorações positivas e negativas, podendo, a partir disso, desabilitar 
itens de conhecimento, ou pode ser realizada automaticamente, onde o gerente define o tipo 
de estrutura que deseja realizar manutenção, seleciona critérios para desabilitar itens de 
conhecimento correspondentes à estrutura e, por fim, aciona a execução da ação. Oliveira 
(2009) também define alguns critérios para manutenção de itens de conhecimento, a saber: 
 Tempo de uso do item: o gerente pode optar por desabilitar itens de conhecimento 
que nunca foram acessados desde o momento em que foram disponibilizados na 
base; e 
 Taxa de valorações negativas que o item de conhecimento possui. O gerente 
seleciona a taxa máxima de valorações negativas para que o item seja desabilitado. 
 É necessário que a manutenção e a evolução da memória organizacional ocorram, pois 
o sistema de gerência de conhecimento tem que lidar com informações incompletas, 
potencialmente incorretas e em frequente atualização, sendo importante obter realimentação 
dos usuários, que devem apontar deficiências e sugerir melhorias sem interromper, de forma 
significativa, o fluxo de trabalho (STAAB et al., 2001). Além disso, a constante manutenção 
da memória organizacional é fundamental para garantir a confiabilidade do conhecimento 
armazenado e possibilitar que os objetivos da gerência de conhecimentos na organização 
sejam alcançados de maneira satisfatória (SOFTEX, 2009a). 
2.5. APOIO COLABORATIVO NA GERÊNCIA DE CONHECIMENTO 
O coração do desempenho da inteligência humana não é a mente humana agindo 
individualmente, mas grupos de mentes interagindo umas com as outras, sendo apoiadas por 
ferramentas e artefatos (FISCHER; OSTWALD, 2001). Com o uso da tecnologia da 
informação para gerenciar o conhecimento e permitir que equipes possam trabalhar em 
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conjunto de forma mais eficiente, duas tendências importantes têm feito sistemas de gerência 
de conhecimento e de colaboração cada vez mais importantes. A primeira delas é a 
proliferação de dados e informações que vem bombardeando indivíduos e organizações. A 
segunda são as redes de computadores, permitindo indivíduos, grupos e organizações se 
comunicarem e trabalharem juntos em novas formas que estão mudando a própria estrutura 
das organizações. Os resultados dessas duas tendências incluem um aumento do número de 
indivíduos, grupos e organizações com quem se pode comunicar e trabalhar em uma base 
regular, maior variedade no número e nos tipos de tarefas apoiadas pela tecnologia da 
informação das quais pessoas participam e uma crescente necessidade de ferramentas para 
executar tarefas, comunicar e gerenciar o conhecimento para uso futuro (NUNAMAKER et 
al., 2001). 
A crença no ditado "duas cabeças pensam melhor do que uma" é evidenciada no uso 
de colaboração em muitas sociedades, dentre elas comissões, conselhos e muitos sistemas 
jurídicos (HILL, 1982 apud NUNAMAKER, 2001) (KIEFFER, 1986 apud NUNAMAKER, 
2001). O desempenho em grupo pode, muitas vezes, ultrapassar o desempenho individual. 
Hill (1982 apud NUNAMAKER, 2001) desenvolveu uma pesquisa a fim de comparar o 
desempenho de grupos em relação a indivíduos. Os resultados globais da pesquisa mostraram 
que o desempenho médio dos grupos foi superior ao desempenho médio dos indivíduos, tanto 
em termos qualitativos quanto em termos quantitativos. Hall (1994 apud NUNAMAKER, 
2001) notou que trabalhadores normalmente expressam o desejo de trabalharem juntos em 
grupos e, através de uma pesquisa de três anos contemplando 10.277 trabalhadores dos 
Estados Unidos, em todos os níveis de emprego, observou que 97% dos pesquisados 
relataram que precisam de condições que incentivem a colaboração para realizar melhor seu 
trabalho. 
Segundo Rus e Lindvall (2002), o compartilhamento de conhecimento provavelmente 
ocorre mais facilmente em comunidades nas quais os membros podem reunir-se e 
compartilhar conhecimentos e experiências. Uma organização deve definir os incentivos para 
encorajar o compartilhamento de conhecimento e alocar pessoas a projetos não considerando 
apenas o que elas sabem, mas também os seus interesses e potencial de aprendizado e 
exploração. Além disso, sistemas de gerência de conhecimento devem encorajar também o 
diálogo entre indivíduos e não somente apontar para repositórios, pois as tecnologias da 
informação não são o único meio de promover o conhecimento (DESOUZA, 2003).  
Os serviços/ferramentas de software utilizados para apoiar o desenvolvimento de 
conhecimento têm sido voltados para (VILLELA, 2004): 
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 Apoiar a solução de problemas relatados por indivíduos da organização por meio 
de discussões dos casos relevantes entre especialistas selecionados por gerentes. O 
sistema envia o conhecimento recentemente criado para potenciais usuários, o 
indivíduo que relatou o problema e os especialistas que o resolveram (WEI et al., 
2002); 
 Apoiar a discussão de ideias entre os membros da organização. Questões que não 
puderam ser respondidas por outra fonte de informação podem ser submetidas 
como tópicos de discussão (DECKER; JEDLITSCHKA, 2001); 
 Submeter perguntas para especialistas, capturando automaticamente as perguntas e 
respostas para que possam ser analisadas e adicionadas à memória organizacional 
(WANGENHEIM et al., 2001a) (BASILI et al., 2001); 
 Apoiar a execução de atividades de forma colaborativa e registrar o trabalho 
colaborativo (espaço de trabalho compartilhado e comunicação) para posterior 
visualização (SCHNEIDER, 2001). 
A adoção da gerência de conhecimento também pode ser útil para estabelecer uma 
rede de especialistas dentro da organização. Através dessa rede, é possível identificar os 
detentores de conhecimento relevante para a organização e facilitar a troca de informações, 
provendo um reforço ao aprendizado organizacional necessário à sobrevivência da 
organização. Sendo assim, a gerência de conhecimento possibilita a criação, em nível 
organizacional, de práticas inovadoras por meio de apoio à comunicação e à colaboração entre 
membros que utilizam conhecimento no mesmo domínio ou em domínios diferentes 
(FISCHER; OSTWALD, 2001). Mecanismos como fóruns de discussão e comunidades de 
prática podem ser utilizados para fomentar a construção e a manutenção da rede de 
especialistas (SOFTEX, 2009a). 
 Conforme aponta a norma ISO/IEC 12207 (2008), é necessário identificar as 
competências e habilidades dos recursos humanos da organização e estabelecer uma rede de 
especialistas, mantendo essa lista sempre atualizada. Além disso, a organização deve 
estabelecer mecanismos para apoiar a troca de informações entre especialistas.  
 A seguir, aborda-se com um pouco mais de profundidade a importância de redes de 
especialistas em ambientes de gerência de conhecimento e mecanismos de apoio à troca de 
informações entre membros da organização. 
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2.5.1. Redes de Especialistas em Ambientes de Gerência de Conhecimento 
De maneira geral, pessoas dentro das organizações sempre procuram, usam e 
valorizam o conhecimento, pelo menos implicitamente. Nas empresas, muitas vezes, 
funcionários são mais contratados pela experiência do que pela inteligência ou escolaridade. 
Para a tomada de decisões difíceis, gerentes de projeto tendem a pedir ajuda a pessoas que 
eles respeitam e que lhes forneçam conhecimento, mais do que a procurar informações em 
bases de dados. Nas organizações, grande parte das pessoas, quando precisa de um 
aconselhamento sobre determinado assunto, recorre a outras pessoas que considera 
conhecedoras daquele assunto (DAVENPORT; PRUSAK, 1999). 
A maior parte do conhecimento na Engenharia de Software é tácita e pode permanecer 
tácita pela ausência de tempo para transformá-la em conhecimento explícito ou pela 
dificuldade de explicitá-lo. Para tentar contornar este problema, é importante desenvolver uma 
cultura de compartilhamento eficiente, bem como prover apoio tecnológico para a gerência de 
conhecimento, sem esquecer que o recurso mais importante de uma organização são seus 
funcionários (NATALI, 2003) e o conhecimento tácito que eles possuem (TIWANA, 2000).  
Muito tempo e esforço é gasto para determinar quem na organização pode auxiliar a 
desempenhar uma determinada tarefa. Isso leva a crer que, além de capturar o conhecimento, 
é igualmente importante determinar quem o possui. Dessa forma, a gerência de conhecimento 
deve envolver quem detém qual conhecimento (TIWANA, 2000). Como nem todo 
conhecimento tácito de uma organização pode ser explicitado e nem todo conhecimento 
explícito pode ser documentado (RUS; LINDVALL, 2002), é essencial a capacidade de 
identificar as pessoas da organização que possuem o conhecimento necessário para resolver 
um determinado problema (RAMESH, 2002).  
Bjørnson e Dingsøyr (2008) citam que é possível ter um desenvolvimento de software 
ágil de alta qualidade sem fazer muito o uso da gestão de conhecimento explícito, utilizando 
técnicas de compartilhamento de conhecimento tácito. Conforme (PIANISSOLA, 2007), um 
serviço útil que pode ser fornecido para apoiar a gerência de conhecimento tácito é a busca de 
membros de uma organização que possuem determinado conhecimento. Um bom exemplo 
para esse tipo de serviço são os sistemas de páginas amarelas (yellow pages). Esses sistemas 
visam apontar quem tem o conhecimento necessário para resolver algum problema ou ajudar 
em uma atividade específica. Em uma abordagem complementar ao uso de uma memória 
organizacional, que foca em como guardar e disseminar o conhecimento dentro de uma 
organização, o objetivo das páginas amarelas não é dizer diretamente como solucionar 
determinado problema, mas indicar quem tem o conhecimento para ajudar a resolvê-lo. As 
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páginas amarelas contêm informações sobre pessoas e suas habilidades (BECERRA-
FERNANDES, 2000). Por meio delas, as pessoas podem encontrar informações diversas 
sobre as pessoas que têm conhecimento sobre determinada área de interesse, em especial 
informações sobre como e onde encontrar esses especialistas. 
De acordo com Rus e Lindvall (2002), é importante que uma organização saiba “quem 
sabe o quê” para que o conhecimento tácito da organização possa também ser compartilhado. 
Uma solução para este problema é a gestão de competências ou habilidades. Sistemas de 
gestão de competências incluem ferramentas onde os próprios especialistas editam seus perfis 
ou ferramentas onde os perfis são capturados automaticamente tendo como base informações 
contextuais do especialista. 
 A gerência de conhecimento não conseguirá nunca substituir o cérebro das pessoas, 
mas pode ajudar a capturar informações chave que permitam reter algum conhecimento 
quando o funcionário se desligar da organização. Essa informação pode, pelo menos, ser útil 
para entender quais as competências e habilidades do funcionário que saiu e qual o perfil que 
seu sucessor deverá ter para preencher a posição vaga (NATALI, 2003). 
2.5.2. Mecanismos de Comunicação entre Membros da Organização 
 As redes de especialistas são muito úteis em ambientes de gerência de conhecimento 
para encontrar pessoas de acordo com suas competências e habilidades. Porém, é importante 
que, além de poder encontrar as pessoas, mecanismos de apoio à comunicação entre essas 
pessoas sejam fornecidos. Atualmente, muitas aplicações têm sido utilizadas para a troca de 
informações entre pessoas, tais como ferramentas de mensagens instantâneas, e-mails, fóruns 
de discussão etc. Já no âmbito da gerência de conhecimento, muitas ferramentas têm sido 
desenvolvidas para apoiar a troca de informações entre membros da organização. O ICoIN 
(Integrated Corporate Information Network) (DECKER; JEDLITSCHKA, 2001), por 
exemplo, tem um módulo (Base de Comunidades de Prática) que atua como uma plataforma 
para troca e discussão de ideias entre os membros da organização, onde os tópicos de 
discussão podem ser perguntas que não puderam ser respondidas por outras fontes.  
 Em (FISCHER; OSTWALD, 2001) é apresentado um exemplo de um fórum de 
discussões baseado em ambientes Web, o DynaSites, onde é possível abrir discussões sobre 
qualquer assunto. Além disso, cada integrante (usuário) da comunidade possui um espaço 
com informações pessoais, tais como fotos, áreas de interesses, URL da homepage e tudo 
aquilo que deseja compartilhar no fórum. Esses espaços pessoais ajudam os usuários a 
estabelecer uma identidade dentro do DynaSites e encontrar outras pessoas com quem 
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colaborar, tendo como base interesses recíprocos e/ou experiências complementares. No 
DynaSites é possível, ainda, que no meio dos textos postados pelos usuários no fórum de 
discussão existam termos destacados como links para uma definição mais detalhada dos 
mesmos.  
 Tendo como base os trabalhos de Decker e Jedlitschka (2001) e Fischer e Ostwald 
(2001), pode-se concluir que ferramentas de apoio à discussão entre membros da organização 
têm sido fundamentais em ambientes de gerência de conhecimento. Essas ferramentas, 
altamente utilizadas na Internet, permitem que pessoas se comuniquem de forma escrita. Uma 
classe dessas ferramentas são os fóruns de discussão, nos quais uma pessoa pode iniciar uma 
discussão com outras pessoas, inserindo um comentário relacionado a um tópico de discussão. 
Uma discussão pode ser de qualquer domínio e, dessa forma, fóruns de discussão também 
apresentam formas de organizar discussões, tais como organização por assunto ou por 
domínio.  
 Outro aspecto importante em fóruns de discussão é como sua comunidade é tratada. 
Em uma discussão, é fundamental ter conhecimento sobre as pessoas que participam, a fim de 
saber a origem das informações postadas. Normalmente, fóruns de discussão fornecem 
informações sobre cada membro da comunidade, tais como quantidade de discussões das 
quais participou, quantidade de comentários que fez no fórum etc. Essas informações são 
importantes, pois, a partir delas, pode-se conhecer melhor quem participa de uma discussão.  
 Como toda comunicação entre os participantes de uma discussão é feita de forma 
escrita, fóruns de discussão se tornam ferramentas relevantes em ambientes de gerência de 
conhecimento, em especial, pelos seguintes motivos: 
 Muito conhecimento útil pode ser gerado e capturado durante as discussões. Além 
disso, discussões podem ser armazenadas como conhecimento organizacional 
(FALBO et al., 2004).  
 Um dos grandes desafios da gerência de conhecimento é converter o conhecimento 
tácito em conhecimento explícito. Porém, um grande problema dentro das 
organizações é que as pessoas não querem parar suas tarefas para explicitar algum 
tipo de conhecimento adquirido (NONAKA; TAKEUCHI, 1997) (DAVENPORT 
e PRUSAK, 1998). O uso de fóruns de discussão faz com que, ao se comunicarem 
de forma escrita, os participantes explicitem o conhecimento tácito em um formato 
textual de uma maneira mais natural.  
Fóruns de discussão podem trabalhar em conjunto com páginas amarelas, pois como 
um fórum é formado por uma comunidade de participantes e cada participante possui uma 
48 
 
 
área pública com suas informações. Assim, páginas amarelas podem ser utilizadas para 
apresentar o perfil de cada participante. Além disso, pode ser interessante selecionar pessoas 
adequadas para participarem de uma discussão, tendo como base os seus respectivos perfis. 
2.6. GERÊNCIA DE RISCOS 
A Gerência de Riscos tem como objetivo identificar potenciais problemas antes que 
eles ocorram, de forma que ações possam ser tomadas a fim de reduzir ou eliminar a 
probabilidade e impacto desses problemas (IEEE STD 1540, 2001) ou até mesmo para 
minimizar as consequências geradas por esses problemas, caso realmente ocorram. 
Um risco pode ser visto como a probabilidade de alguma circunstância adversa 
ocorrer. No contexto de projetos de software, os riscos podem ameaçar o projeto, o software 
que está sendo desenvolvido ou a organização. Por exemplo, riscos podem surgir como 
decorrência de requisitos mal definidos, de dificuldades em estimar o prazo e os recursos 
necessários para o desenvolvimento do software, da dependência de habilidades individuais e 
de alterações nos requisitos, em razão de mudanças nas necessidades do cliente. O gerente de 
projeto deve prever riscos, compreender o impacto dos mesmos no projeto, no produto e nos 
negócios e tomar providências a fim de evitá-los. Caso os riscos realmente ocorram, planos de 
contingência podem ser estabelecidos para que seja possível uma ação imediata que vise à 
recuperação (CARVALHO, 2006).  
 Segundo Pressman (2002), é possível encontrar duas características que estão sempre 
relacionadas a riscos: a incerteza - o evento que caracteriza se um risco pode ou não 
acontecer, e a perda - se um risco se tornar realidade, consequências indesejáveis ou perdas 
irão ocorrer. Ao analisar riscos, é importante que sejam quantificados o nível de incerteza e o 
grau de perdas associadas a cada risco. As condições de risco podem incluir aspectos do 
projeto ou do ambiente da organização que contribuem para o risco do projeto, como, por 
exemplo, práticas deficientes de gerenciamento de projetos, falta de sistemas de 
gerenciamento integrados, vários projetos simultâneos ou dependência de participantes 
externos que não podem ser controlados (PMI, 2004). 
 No contexto de gerência de riscos, vários trabalhos têm sido desenvolvidos e muitas 
normas, padrões e modelos de qualidade foram geradas, orientando as organizações em como 
aplicar a gerência de riscos. A seguir, discutem-se algumas dessas normas, padrões e modelos 
de qualidade. 
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2.6.1. Normas, Padrões e Modelos de Qualidade de Gerenciamento de Riscos 
Atualmente é possível encontrar muitas referências bibliográficas que tratam de 
gerenciamento de riscos, não somente para projetos gerais, ou seja, de qualquer área, mas 
também para projetos específicos de software. Por exemplo, em (PMI, 2004; ISO/IEC 
GUIDE 73, 2002; ISO/DIS 31000, 2008) é possível encontrar diretrizes para o gerenciamento 
de riscos em projetos de qualquer área. Já em (ISO/IEC 16085, 2006; SEI, 2006; IEEE STD 
1540, 2001; ISO/IEC 12207, 2008; SOFTEX, 2009a, SWEBOK, 2004), abordagens sobre 
gerenciamento de riscos são apresentadas para projetos de software. Apesar de existirem 
referências bibliográficas tanto para projetos de qualquer área quanto para projetos de 
software, as abordagens apresentadas são bastante semelhantes. As próximas subseções 
discutem melhor algumas dessas referências. 
2.6.1.1. Capability Maturity Model Integration (CMMI) 
Segundo (SEI, 2006), a Gestão de Riscos tem como propósito identificar potenciais 
problemas antes que eles ocorram. Para atingir tal objetivo, as atividades de tratamento de 
riscos podem ser planejadas e, quando necessário, colocadas em prática, durante a vida do 
produto ou do projeto, a fim de mitigar impactos indesejáveis na obtenção dos objetivos. 
Sendo um processo contínuo, a Gestão de Riscos visa tratar questões que podem colocar em 
perigo a satisfação dos objetivos críticos, onde sua aplicação é feita visando antecipar e 
mitigar eficientemente os riscos com impactos críticos no projeto.  A Gestão de Riscos pode 
ser definida em três partes (SEI, 2006): 
 Definição de uma Estratégia para Gestão de Risco: O estabelecimento e a 
manutenção de uma estratégia de para identificar, analisar e mitigar riscos deve ser 
documentada em um plano de gestão de risco, incluindo a identificação das fontes 
de risco, o esquema usado para categorizá-los e os parâmetros utilizados para 
avaliar, limitar e controlar os riscos para um tratamento efetivo. 
 Identificação e Análise dos Riscos: Riscos são identificados, a partir de fontes 
externas e internas, e, em seguida, são analisados para determinar suas 
probabilidades e consequências. Depois disso, é possível definir a importância de 
cada um deles e determinar quando uma atenção apropriada de gerenciamento é 
necessária. A categorização do risco, baseada na avaliação das categorias de risco 
definidas e critérios de gestão de risco pré-estabelecidos, provê informações 
necessárias ao tratamento do risco. 
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 Tratamento dos Riscos Identificados: Riscos devem ser tratados e mitigados, 
quando limiares são ultrapassados, para reduzir impacto negativo na obtenção dos 
objetivos do projeto. Planos de contingência podem ser elaborados para tratar 
riscos que possam ocorrer apesar da tentativa de mitigá-los. 
2.6.1.2. Project Management Body of Knowledge (PMBOK) 
O gerenciamento de riscos do projeto inclui os processos que tratam da realização de 
identificação, análise, respostas, monitoramento e controle e planejamento do gerenciamento 
de riscos em um projeto (PMI, 2008). Segundo o PMBOK (PMI, 2008), para gerenciar riscos, 
é necessário:  
 Decidir como abordar, planejar e realizar as atividades de gerenciamento de riscos 
de um projeto. 
 Determinar os riscos associados ao projeto e documentar as características dos 
mesmos. 
 Priorizar os riscos para análise ou ação adicional subsequente por meio da 
avaliação e combinação da probabilidade de ocorrência e impacto de cada risco. 
 Analisar numericamente o efeito dos riscos identificados nos objetivos gerais do 
projeto. 
 Planejar opções e ações para o aumento das oportunidades e para a redução das 
ameaças aos objetivos do projeto. 
 Acompanhar os riscos identificados, monitorar os riscos residuais, identificar os 
novos riscos, executar os planos de respostas a riscos e avaliar a sua eficácia 
durante todo o ciclo de vida do projeto. 
2.6.1.3. Melhoria de Processo do Software Brasileiro (MPS.BR) 
O processo de Gerência de Riscos tem como propósito identificar, analisar, tratar, 
monitorar e reduzir continuamente os riscos em nível organizacional e de projeto (SOFTEX, 
2009b). Com a implementação de um processo de gerenciamento de riscos, os seguintes 
resultados são esperados (SOFTEX, 2009b): 
 O escopo da gerência de riscos é definido; 
 As origens e as categorias de riscos são definidas, os parâmetros utilizados para 
analisar riscos, categorizá-los e controlar o esforço da gerência de riscos são 
definidos; 
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 Estratégias apropriadas para a gerência de riscos são estabelecidas e 
implementadas; 
 Os riscos do projeto são identificados e documentados, incluindo seu contexto, 
condições e possíveis consequências para o projeto e as partes interessadas;  
 Os riscos são priorizados, estimados e classificados de acordo com as categorias e 
os parâmetros definidos;  
 Planos para a mitigação de riscos são desenvolvidos;  
 Os riscos são analisados e a prioridade de aplicação dos recursos para o 
monitoramento desses riscos é definida;  
 Os riscos são avaliados e monitorados para determinar mudanças em sua situação e 
no progresso das atividades para seu tratamento; e 
 Ações apropriadas são executadas para corrigir ou evitar o impacto do risco, 
baseadas na sua prioridade, probabilidade, consequência ou outros parâmetros 
estabelecidos. 
2.6.2. Apoio da Gerência de Conhecimento na Gerência de Riscos  
É aconselhável que o gerenciamento de riscos seja realizado por pessoas qualificadas e 
com experiência na área para que se obtenham bons resultados. Geralmente, gerentes de 
projetos utilizam experiências adquiridas em projetos passados para gerenciar novos projetos. 
Um grande problema encontrado nas organizações é que, muitas vezes, a experiência 
adquirida pelos gerentes de projetos fica apenas em suas próprias mentes, sendo difícil 
disseminá-las para a organização. Dessa forma, uma organização corre o risco, por exemplo, 
de perder gerentes de projetos experientes e, juntamente com eles, as experiências obtidas em 
gerenciamento de projetos. Uma vez que a gestão do conhecimento tem como objetivo 
capturar e representar os recursos de conhecimento de uma organização, facilitando o acesso, 
compartilhamento e reuso do conhecimento, ela pode ser utilizada para auxiliar a execução do 
processo de gerenciamento de riscos, tendo como foco fornecer conhecimento relevante para 
apoiar a realização das atividades desse processo, bem como a busca de soluções aplicadas em 
projetos passados no gerenciamento de riscos de novos projetos.  
2.7. CONSIDERAÇÕES FINAIS 
É importante notar que a adoção de uma abordagem para gerenciar conhecimento não 
é uma questão puramente técnica e envolve também aspectos humanos e sociais. Mudanças 
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culturais também devem ser consideradas, pois os membros da organização devem ser 
motivados a cooperar e diminuir a relutância em compartilhar seu conhecimento. Caso 
contrário, os esforços da gerência do conhecimento não trarão bons resultados, pois os 
membros da organização desconfiarão dos verdadeiros motivos da organização em querer 
capturar o seu conhecimento e armazená-lo em uma memória organizacional (PROBST et al., 
2000). Um fato a ser notado é que a gerência de conhecimento provoca mudanças na 
organização e, portanto, deve ser implantada aos poucos (SOFTEX, 2009a). 
Muitas vezes, ao realizar alguma atividade, pessoas dentro da organização não 
conseguem visualizar se este trabalho já foi feito anteriormente ou até mesmo reinventa 
soluções ao invés de reutilizá-las, o que resulta em perda de produtividade. Pessoas na 
organização podem não estar acostumadas com o reuso, o que é um problema, pois essa é a 
ideia central da gerência de conhecimento. É importante que, antes de iniciar suas atividades, 
membros da organização procurem por conhecimentos que possam ser reutilizados para a sua 
tarefa, evitando assim o retrabalho (RUS; LINDVALL, 2002).  
O custo de implantação de uma abordagem de gerência de conhecimento pode ser 
relativamente alto e os resultados são obtidos, geralmente, em médio e longo prazo 
(DAVENPORT; PRUSAK, 1998). Porém, o custo para adoção de gerência de conhecimento 
em longo prazo pode ser menor do que o investimento em treinamento de pessoal, 
principalmente em grandes equipes (SOFTEX, 2009a). 
 A gerência de conhecimento pode trazer melhores resultados quando for apoiada por 
uma infraestrutura que proveja serviços de criação, avaliação, disseminação, valoração e 
manutenção de conhecimento. Além disso, é útil que essa infraestrutura seja integrada a 
ferramentas de apoio à colaboração, de forma que a comunicação e o compartilhamento de 
conhecimento entre membros da organização sejam permitidos e que a geração de 
conhecimento de forma colaborativa seja facilitada. O Capítulo 3 apresenta os requisitos para 
uma infraestrutura de gerência de conhecimento em engenharia de software. O Capítulo 4 
mostra a materialização parcial dessa infraestrutura no contexto do ambiente de 
desenvolvimento de software ODE (Ontology-based software Development Environment) 
(FALBO et al., 2004). Finalmente, no Capítulo 5 é apresentada a aplicação da infraestrutura 
desenvolvida no apoio à gerência de riscos.   
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CAPÍTULO 3. REQUISITOS PARA UMA INFRAESTRUTURA DE 
GERÊNCIA DE CONHECIMENTO EM ENGENHARIA DE 
SOFTWARE 
O objetivo deste capítulo é propor os requisitos necessários para uma 
infraestrutura de apoio a gerência de conhecimento em organizações de software, 
desde o estabelecimento dos principais serviços envolvidos até a integração com 
ferramentas de apoio à colaboração. Primeiramente, os serviços básicos dessa 
infraestrutura são apresentados, dentre eles, serviços para a criação, avaliação, 
disseminação, valoração e manutenção de itens de conhecimento. Em seguida, a 
integração entre ferramentas de apoio à colaboração e a infraestrutura proposta é 
discutida.  
3.1. INTRODUÇÃO 
A implantação de uma abordagem para a gerência de conhecimento tem a finalidade 
de promover o gerenciamento do conhecimento organizacional, de forma que o conhecimento 
individual, informações e habilidades sejam coletados, compartilhados, reutilizados e 
melhorados em toda a organização. Sendo assim, é importante estabelecer uma infraestrutura 
para compartilhar e disponibilizar informações dentro da organização (SOFTEX, 2009a). 
A Infraestrutura de Gerência de Conhecimento em Engenharia de Software (IGES) 
proposta neste trabalho visa prover serviços para apoiar as seguintes atividades do processo 
de gerência de conhecimento: 
 Criação de Itens de Conhecimento; 
 Avaliação de Itens de Conhecimento; 
 Disseminação de Itens de Conhecimento; 
 Valoração de Itens de Conhecimento; e 
 Manutenção de Itens de Conhecimento. 
Para apoiar a realização de alguns desses serviços, ferramentas de apoio à colaboração 
são integradas aos serviços fornecidos pela infraestrutura proposta. As próximas subseções 
apresentam os serviços propostos para essa infraestrutura, bem como a integração entre a 
mesma e algumas ferramentas de apoio à colaboração, além da materialização parcial dessa 
infraestrutura no contexto do ambiente de desenvolvimento de software ODE. 
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3.2. CRIAÇÃO DE ITENS DE CONHECIMENTO 
Em uma organização que deseja gerenciar conhecimento, o primeiro passo a ser feito é 
definir quais tipos de itens de conhecimento serão tratados e quais informações devem ser 
capturadas sobre cada um desses tipos de itens de conhecimento.  
As próximas subseções apresentam, respectivamente, um conjunto inicial de tipos de 
itens de conhecimento a serem gerenciados nas organizações de software e um grupo de 
informações contextuais que podem ser coletadas sobre cada um deles.  
3.2.1. Tipos de Itens de Conhecimento 
Definir quais tipos de itens de conhecimento a serem utilizados em organização não é 
uma tarefa fácil, pois cada organização possui uma necessidade específica. Assim, é 
importante que cada organização identifique suas necessidades e defina quais tipos de itens de 
conhecimento devem ser gerenciados por ela. 
Embora a definição de tipos de itens de conhecimento deva ser feita por cada 
organização, este trabalho propõe alguns tipos de tipos de itens de conhecimento a serem 
gerenciados. Para a escolha desses tipos de itens de conhecimento, foi feito um esforço para 
selecionar os tipos de itens de conhecimento mais encontrados na literatura, considerando 
também a importância de cada um deles no contexto de engenharia de software.    
Tendo como base a revisão bibliográfica feita na Seção 2.4.1.1, que trata sobre tipos 
de itens de conhecimento encontrados na literatura, neste trabalho considera-se que os 
seguintes tipos de itens de conhecimento são importantes para uma IGES:  
 Lição Aprendida: Uma lição aprendida pode ser entendida como um aprendizado 
adquirido através da experiência em uma determinada situação. Não está restrita, 
mas envolve ideias, fatos, questões, ponto de vista, decisões, dentre outros. Lições 
aprendidas podem ser classificadas como lições informativas, de sucesso ou de 
fracasso. As informativas explicam como proceder em uma determinada situação; 
as lições de sucesso informam situações que foram resolvidas positivamente; e, por 
último, as de fracasso fornecem situações com respostas negativas à tentativa de 
solucionar um problema e potenciais formas de contorná-las.  
 Conhecimento sobre Domínio: Em organizações de software é comum que 
sistemas sejam produzidos para domínios distintos. Sendo assim, é importante que 
a organização mantenha registrado o entendimento adquirido sobre os domínios 
para os quais ela já desenvolveu produtos de software. Esse conhecimento pode ser 
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útil para membros novatos na organização ou sem experiência em domínios 
específicos.   
 Conhecimento sobre Tecnologia: Envolve informações sobre o uso de uma 
ferramenta computacional, de um framework, de uma linguagem de programação 
ou outro elemento tecnológico. Organizações de software estão constantemente 
envolvidas com o uso de muitas tecnologias e armazenar esse tipo de 
conhecimento permite que outros membros também adquiram conhecimento sobre 
as tecnologias utilizadas na organização. 
 Artefato: Em organizações de software, artefatos, tais como especificações de 
requisitos, planos de riscos etc., são produzidos e usados na realização de 
atividades. Esses artefatos podem conter informações relevantes para a 
organização e podem ser utilizados como fonte de conhecimento para projetos 
futuros. 
 Procedimento: É muito comum em organizações de software o estabelecimento de 
procedimentos para a realização de atividades.  Este tipo de item de conhecimento 
inclui técnicas, normas, roteiros, modelos de documento e métodos que podem ser 
utilizados na realização de alguma atividade relevante para a organização. 
 Documento Externo: Qualquer tipo de documento que a organização deseje 
gerenciar como conhecimento, mas que não esteja relacionado ao contexto de seus 
projetos. Materiais de treinamento, manuais, relatórios, tutoriais, dentre outros, são 
exemplos de itens de conhecimento deste tipo. Além de documentos, pode ser 
importante gerenciar referências bibliográficas, tais como livros, artigos, revistas e 
sites. 
 Comunicação Organizacional: Diz respeito à comunicação relevante que ocorre 
entre membros da organização, tais como e-mails, conteúdo de ferramentas de 
mensagens instantâneas e fóruns de discussão. Durante uma comunicação entre 
membros da organização, conhecimento útil pode ser gerado e registrado para ser 
utilizado no futuro. 
 Descrição de Processo: Descrição sobre como executar um determinado processo, 
incluindo seus respectivos subprocessos, atividades e subatividades, bem como 
demais informações que podem ser necessárias para a utilização do mesmo. A 
execução de um processo nem sempre pode ser trivial para todos os membros da 
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organização. Dessa forma, é importante que informações sobre a utilização e 
execução do processo sejam disponibilizadas.   
Apesar de não terem sido definidas como um tipo de item de conhecimento, melhores 
práticas fornecem maneiras eficientes e eficazes de realizar tarefas (NATALI, 2003). Uma 
vez comprovada a utilidade de um item de conhecimento, este pode ser convertido a uma 
melhor prática organizacional (RUS; LINDVALL, 2002). Assim, na IGES proposta, tipos de 
itens de conhecimento podem ser considerados como melhores práticas quando sua utilidade 
for comprovada através do feedback dos seus utilizadores.  
3.2.2. Informações Contextuais 
Várias informações podem ser coletadas sobre um item de conhecimento, como por 
exemplo, título, descrição, pessoa responsável pela sua criação, função dessa pessoa no 
momento da criação, domínio que pertence o item de conhecimento etc. As informações 
coletadas sobre um item de conhecimento podem ser divididas em dois grupos: (i) 
informações sobre o conteúdo e (ii) informações sobre o contexto do item de conhecimento. 
As informações sobre o conteúdo são específicas para cada tipo de item de conhecimento 
gerenciado na organização. Por exemplo, sobre uma lição aprendida, é necessário saber o 
problema e a solução adotada. As informações contextuais têm como objetivo informar o 
contexto relacionado ao item de conhecimento, como, por exemplo, o responsável pela 
criação do item de conhecimento, o domínio a que pertence o item de conhecimento etc.  
Enfim, além do conteúdo do item de conhecimento, é importante saber suas 
informações contextuais, as quais podem ser usadas na recuperação de itens de conhecimento 
por meio de comparação entre o contexto em que o usuário (membro da organização) se 
encontra e os contextos dos itens de conhecimento contidos na memória organizacional. 
As informações contextuais consideradas na IGES visam atingir os seguintes 
objetivos: 
1. Indexar itens de conhecimento na memória organizacional; 
2. Apoiar a recuperação de itens de conhecimento; 
3. Apresentar, junto com um item, o contexto no qual ele foi criado;  
4. Identificar criadores, avaliadores e utilizadores de itens de conhecimento; 
5. Identificar feedback de utilizadores de itens de conhecimento; 
6. Definir critérios de manutenção de itens de conhecimento. 
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Tomando por base os requisitos apontados por Klemke (2000), listados no Capítulo 2, 
as seguintes informações contextuais são utilizadas na contextualização de itens de 
conhecimento na IGES proposta: 
 Domínios aos quais o item de conhecimento está relacionado: Normalmente, 
produtos de software são produzidos para serem utilizados em domínios 
específicos. Sendo assim, é comum que itens de conhecimento relacionados a um 
domínio sejam criados ou consultados durante o desenvolvimento de software para 
aquele domínio. São exemplos de domínio: óleo e gás, portos, mineração etc. 
 Atividades do processo de software às quais o item de conhecimento está 
relacionado: Um processo de software envolve a execução de várias atividades. É 
comum que itens de conhecimento sejam criados ou consultados durante a 
execução de um certo tipo de atividade. São exemplos de atividades: 
planejamento, especificação de requisitos, implementação, manutenção, testes etc. 
 Projetos aos quais o item de conhecimento está relacionado e suas respectivas 
características: Membros da organização podem necessitar buscar itens de 
conhecimento gerados em um determinado projeto ou em projetos similares ao 
projeto em que estão trabalhando. Neste segundo caso, mecanismos de busca de 
projetos similares podem ser utilizados, evitando que membros da organização 
tenham que lembrar projetos passados similares ao projeto em que se encontram. 
 Informações sobre criadores, avaliadores e utilizadores do item de conhecimento: 
Em ambientes de gerência de conhecimento, membros da organização podem não 
ter dúvidas quanto à qualidade da informação contida em um item de 
conhecimento. Além de conhecer os criadores e avaliadores dos itens de 
conhecimento, pode ser útil saber também quais pessoas utilizaram o item de 
conhecimento. Conhecer criadores, avaliadores e utilizadores do item de 
conhecimento permite identificar suas habilidades, competências, áreas de 
interesse, itens de conhecimento criados, avaliados, utilizados e valorados, projetos 
e atividades que trabalhou, funções que exerceu nas atividades, etc. Através dessas 
informações, membros da organização podem conhecer melhor a procedência do 
item de conhecimento, bem como seus usos, além de poder entrar em contato para 
dirimir uma eventual dúvida ou efetuar uma crítica a algum item de conhecimento 
disponibilizado. 
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 Avaliações do item de conhecimento: Antes de disponibilizar um item de 
conhecimento na memória organizacional, é importante que o mesmo seja avaliado 
por um conjunto de especialistas. As avaliações realizadas pelos especialistas 
podem ser úteis para saber o ponto de vista de cada avaliador sobre o item de 
conhecimento. Essas avaliações podem ajudar quando há dúvida sobre o item de 
conhecimento disponibilizado. 
 Valorações do item de conhecimento: Além de conhecer os utilizadores do item de 
conhecimento, uma informação valiosa é a valoração do item de conhecimento, ou 
seja, o feedback sobre sua utilidade. Essa informação ajuda a dar uma noção sobre 
a utilidade do item de conhecimento segundo a perspectiva das pessoas que o 
utilizaram. Essa informação também pode ser utilizada para apresentar itens de 
conhecimento mais relevantes, por exemplo, itens de conhecimento com maior 
número de feedbacks positivos, bem como para dar manutenção na memória 
organizacional, permitindo que itens de conhecimento com grande número de 
feedbacks negativos sejam excluídos.  
 Cronologia do item de conhecimento: É importante saber quando um item de 
conhecimento foi criado, bem como a data da sua última utilização ou acesso por 
um membro da organização. Essas informações são necessárias para manutenção 
de itens de conhecimento da memória organizacional. Por exemplo, itens de 
conhecimento muito antigos devem ser atualizados, quando necessário, ou 
removidos da memória organizacional quando forem pouco utilizados por 
membros da organização. Itens de conhecimento com a data de última utilização 
ou data de último acesso muito antiga são candidatos a serem atualizados ou 
excluídos da memória organizacional.  
 Quantidade de acessos ao item de conhecimento: Esse tipo de informação pode 
ajudar na disseminação de itens de conhecimento. Itens de conhecimento com 
grande quantidade de acessos podem despertar interesse dos membros da 
organização.   
 Itens de conhecimento relacionados: Muitas vezes, para compreender um item de 
conhecimento, é necessário compreender outros itens de conhecimento existentes. 
Dessa forma, itens de conhecimento podem conter informações complementares 
uns dos outros, sendo importante relacioná-los para aproveitar este benefício. 
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As informações contextuais listadas anteriormente devem ser registradas junto com o 
item de conhecimento na memória organizacional. Um fato a ser observado é que nem sempre 
é necessário capturar todas as informações contextuais sugeridas anteriormente. Por exemplo, 
itens de conhecimento podem ser criados de forma independente de projeto ou atividade.  
Vale observar que foi sugerido apenas um conjunto inicial de informações a serem 
coletadas sobre o contexto de itens de conhecimento. Cada organização deve definir, ainda, o 
conteúdo de cada tipo de item de conhecimento a ser gerenciado.  
3.3. AVALIAÇÃO DE ITENS DE CONHECIMENTO 
Nem todo item de conhecimento criado por um membro deve ser disponibilizado para 
a organização. É importante avaliar um item de conhecimento antes de disponibilizá-lo na 
memória organizacional, verificando principalmente sua relevância e sua correção.  
Avaliar um item de conhecimento não é uma tarefa fácil e, muitas vezes, não pode ser 
realizada somente pelo gerente de conhecimento. É importante que especialistas sejam 
selecionados para auxiliar a tarefa de avaliação.  
O esquema de avaliação de itens de conhecimento proposto neste trabalho tem como 
foco definir: 
 Os critérios de avaliação de itens de conhecimento; e 
 O workflow de avaliação de itens de conhecimento. 
A seguir, cada um desses aspectos é discutido em detalhes. 
3.3.1. Critérios de Avaliação de Itens de Conhecimento 
 Permitir que itens de conhecimento sejam avaliados por especialistas de forma aberta, 
sem critérios definidos pode gerar alguns problemas, dentre eles: 
 O especialista pode ter dificuldade em avaliar o item de conhecimento, pois não 
sabe como deve proceder durante a avaliação, nem mesmo em quais quesitos o 
item de conhecimento deve ser avaliado. 
 Avaliações sem critérios estabelecidos podem divergir muito, pois cada 
especialista pode realizar sua avaliação sob uma perspectiva própria. Como 
consequência, as conclusões sobre as avaliações dos especialistas tornam-se mais 
complexas. 
Sendo assim, é importante estruturar a forma avaliação de itens de conhecimento para 
evitar que esses problemas ocorram. É importante que cada organização defina, de acordo 
60 
 
 
com suas necessidades, os critérios a serem utilizados para a avaliação de itens de 
conhecimento. Neste trabalho, os critérios sugeridos em (MONTONI, 2003) são indicados 
para a avaliação de itens de conhecimento, a saber:  
 Correção: indica se o item de conhecimento não apresenta erros; 
 Completude: mostra se o item de conhecimento contém as informações necessárias 
para ser compreendido de forma adequada;  
 Consistência: indica se o item de conhecimento contém informações coerentes e 
sem ambiguidades;  
 Utilidade: indica se a relação entre o custo de empacotamento e os benefícios de 
utilização do item de conhecimento é satisfatória; 
 Aplicabilidade: aponta se o item de conhecimento pode ser aplicado de forma 
adequada pelo grupo de potenciais usuários.  
Para cada um desses critérios, uma nota pode ser dada e, quando necessário, 
justificada. Além de avaliar o item de conhecimento segundo esses critérios, o especialista 
deve dar um parecer final sobre a avaliação, podendo apresentar os quatro resultados 
sugeridos em (MONTONI, 2003), a saber:  
 Aprovado: informa que o item de conhecimento pode ser disponibilizado na 
memória organizacional;  
 Aprovado com modificações: indica que o item de conhecimento pode ser 
disponibilizado na memória organizacional, porém modificações devem ser feitas 
para adequá-lo. O especialista deve indicar as mudanças a serem realizadas no 
item de conhecimento;  
 Não aprovado: informa que o item de conhecimento não possui valor que 
justifique disponibilizá-lo na memória organizacional;  
 Indefinido: indica que o avaliador teve dificuldade em compreender e avaliar o 
item de conhecimento.  
Além do parecer final, é importante também permitir ao especialista apresentar suas 
observações gerais sobre a avaliação realizada, caso deseje.  
3.3.2. Workflow de Avaliação de Itens de Conhecimento 
 Além de estabelecer critérios de avaliação de itens de conhecimento, é importante 
definir também o workflow a ser seguido durante a avaliação de um item de conhecimento, 
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determinando como ocorrerá a avaliação de itens de conhecimento desde sua criação até o 
momento em que forem disponibilizados ou descartados. 
 Tomando por base (OLIVEIRA, 2009), foi proposto o seguinte workflow de avaliação 
de itens de conhecimento, mostrado na Figura 3.1: 
 Criar Item de Conhecimento: O item de conhecimento é criado por um membro 
da organização, de acordo com os tipos de itens de conhecimento definidos. 
 Pré-avaliar Item de Conhecimento: Após ser criado, o item de conhecimento é 
enviado para o gerente de conhecimento para ser avaliado. Nessa pré-avaliação, o 
gerente de conhecimento pode aprovar o item, descartá-lo ou solicitar uma 
avaliação por especialistas.  
 Solicitar Avaliação Especializada: O gerente de conhecimento seleciona um 
especialista ou um grupo de especialistas para avaliar o item de conhecimento. Em 
organizações que gerenciam competências dos membros, essa seleção pode ser 
feita com base nessas informações, visando encontrar as pessoas mais indicadas 
para a avaliação do item de conhecimento.  Exemplos de informações relacionadas 
às competências incluem habilidades, grau das habilidades, funções exercidas, 
quantidade de horas exercidas em cada função, atividades do processo nas quais 
trabalhou, quantidade de horas trabalhadas em cada atividade do processo, 
domínios de interesse, quantidade total de avaliações realizadas e quantidade de 
avaliações realizadas em um determinado domínio. Após selecionar os 
especialistas, os mesmos são notificados para avaliar o item de conhecimento.  
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Figura 3.1 – Workflow de Avaliação de Itens de Conhecimento. 
 
 Avaliar Item de Conhecimento: Cada especialista notificado avalia o item de 
conhecimento, de acordo com os critérios de avaliação estabelecidos. 
 Analisar Avaliações Realizadas: O gerente de conhecimento analisa as 
avaliações feitas pelos especialistas e decide se deseja disponibilizar o item de 
conhecimento, encaminhar avaliações realizadas para consenso ou se deseja 
descartar o item de conhecimento. 
 Disponibilizar Item de Conhecimento: O gerente de conhecimento faz as 
alterações que julgar necessárias e disponibiliza o item de conhecimento na 
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memória organizacional. Em seguida, o criador e os especialistas avaliadores são 
informados sobre a disponibilização do item de conhecimento. 
 Encaminhar Avaliações Realizadas para Consenso: As avaliações realizadas 
são disponibilizadas para os especialistas notificados. Assim, cada especialista 
pode analisar as avaliações feitas pelos demais especialistas. Após analisar as 
avaliações, cada especialista pode reavaliar novamente o item de conhecimento 
por meio da realização da atividade Avaliar Item de Conhecimento. 
 Descartar Item de Conhecimento: O item de conhecimento é descartado e não 
incluído na memória organizacional. O criador e os especialistas avaliadores são 
informados sobre o motivo pelo qual o item de conhecimento foi descartado. 
É importante ressaltar dois problemas que podem surgir durante a execução do 
workflow proposto: 
 Especialistas selecionados para avaliação podem demorar muito tempo ou não 
avaliar o item de conhecimento. Sendo assim, é importante que a organização 
defina se haverá prazos e se obrigará a realização da avaliação por cada 
especialista selecionado. 
 Quando há divergência entre as avaliações sobre um item de conhecimento, o 
gerente de conhecimento pode optar por chegar a um consenso sobre as mesmas. 
Neste caso, novas avaliações são feitas pelos especialistas. Mesmo assim, podem 
acontecer casos em que a divergência permanece, sendo necessário novamente 
chegar a um consenso. Para evitar esse ciclo, o gerente de conhecimento pode 
optar por disponibilizar ou descartar o item de conhecimento.   
3.4. DISSEMINAÇÃO DE ITENS DE CONHECIMENTO 
A disseminação em ambientes de gerência de conhecimento tem como foco distribuir 
itens de conhecimento quando necessário. Essa distribuição pode ser feita através da 
solicitação do membro da organização, levando em consideração suas necessidades 
específicas, ou pode ser feita de forma automática, onde as necessidades do membro da 
organização são identificadas e itens de conhecimento são sugeridos proativamente. Sendo 
assim, para que a disseminação possa ocorrer de forma efetiva, é fundamental a definição de 
esquemas de indexação/classificação de itens de conhecimento para que a recuperação seja 
facilitada.  
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 No que se refere à disseminação de itens de conhecimento, este trabalho tem como 
foco: 
 Definir formas de distribuição de itens de conhecimento; 
 Estabelecer formas de recuperação de itens de conhecimento; e 
 Definir formas de apresentação de itens de conhecimento.  
A seguir, cada um desses aspectos é discutido em detalhes. 
3.4.1. Formas de Distribuição de Itens de Conhecimento 
Em uma infraestrutura de gerência de conhecimento é importante que itens de 
conhecimento sejam recuperados quando necessário. Sendo assim, as seguintes formas de 
distribuição são consideradas neste trabalho: 
 Distribuição Ativa: Nessa forma de distribuição, o membro da organização não 
precisa especificar suas necessidades para recuperar itens de conhecimento da 
memória organizacional. Ao contrário, o sistema se encarrega de identificar 
automaticamente as necessidades do membro da organização e, com base nessas 
necessidades, sugere itens de conhecimento que podem ser relevantes para a 
realização de sua tarefa. A distribuição ativa de conhecimento pode ocorrer quando 
o membro da organização estiver executando alguma tarefa ou quando um item de 
conhecimento for disponibilizado no repositório de conhecimento, ou seja, quando 
um item de conhecimento for tornado disponível, a IGES será responsável por 
divulgá-lo às pessoas potencialmente nele interessadas.  
 Distribuição Passiva: Nesse tipo de distribuição, o membro da organização deve 
especificar suas necessidades para que itens de conhecimento possam ser 
recuperados da memória organizacional. Sendo assim, esse tipo de recuperação 
somente ocorre quando o membro da organização solicita e especifica suas 
necessidades. Baseado nas necessidades especificadas pelo membro da 
organização, o sistema apresenta itens de conhecimento disponíveis na memória 
organizacional que atendem às necessidades especificadas. 
 
Tanto na distribuição ativa quanto na distribuição passiva, as necessidades do membro 
da organização devem ser identificadas, para que a recuperação de itens de conhecimento seja 
efetuada. Sendo assim, é importante definir como essas necessidades podem ser informadas 
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pelo membro da organização ou capturadas automaticamente pelo sistema. A seguir discute-
se como identificar essas necessidades e recuperar os itens de conhecimento desejados. 
3.4.2. Formas de Recuperação de Itens de Conhecimento 
 Para que a recuperação de itens de conhecimento possa ocorrer de forma flexível, é 
importante que esquemas adequados de indexação/classificação de itens de conhecimento 
sejam definidos. As informações contextuais definidas anteriormente podem ser utilizadas 
para indexar e recuperar itens de conhecimento. Levando-se em consideração as formas de 
distribuição discutidas anteriormente, neste trabalho consideram-se duas formas de 
recuperação de itens de conhecimento: 
 Recuperação sem a intervenção do membro da organização: Nesse tipo de 
recuperação, é necessário identificar automaticamente as necessidades do membro 
da organização. Com base nas informações contextuais definidas pela organização, 
informações sobre o contexto atual no qual o membro da organização se encontra 
são automaticamente capturadas. Informações como projeto (incluindo suas 
características), atividade do processo que o membro da organização está 
realizando, função atual do membro da organização e suas respectivas áreas de 
interesse podem ser capturadas de forma automática. Sendo assim, itens de 
conhecimento disponíveis na memória organizacional que foram criados em um 
contexto semelhante ao que o membro da organização se encontra são sugeridos 
como itens relevantes para a execução de sua tarefa. 
 Recuperação com a intervenção do membro da organização: Nessa forma de 
recuperação, o membro da organização deve especificar suas necessidades para 
que itens de conhecimento relevantes sejam recuperados e apresentados. O 
membro da organização pode solicitar que itens de conhecimento sejam 
recuperados por projeto, por características de projeto, por atividade do processo, 
por domínio e/ou por função dos utilizadores dos itens de conhecimento que deseja 
recuperar. Além disso, o membro da organização pode recuperar itens de 
conhecimento pelo conteúdo dos mesmos. 
 
Em ambientes de gerência de conhecimento, é normal que, com o passar do tempo, a 
memória organizacional se torne grande. Como consequência, uma consulta pode retornar 
muitos resultados, sendo necessário apresentar primeiramente aqueles itens que parecem ser 
mais relevantes. Assim, é importante que o mecanismo de busca utilizado seja capaz de 
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ordenar os itens de conhecimento recuperados por algum critério, a fim de priorizar a 
apresentação dos itens mais relevantes.  
Visando complementar as formas de recuperação apresentadas anteriormente, propõe-
se utilizar o feedback dado pelos próprios membros da organização para ordenar os resultados 
de uma busca. As seguintes informações são consideradas:  
 Percentual de Valorações Positivas do Item de Conhecimento: Itens de 
conhecimento podem ser avaliados pelos seus utilizadores. Essa avaliação pode ser 
positiva, negativa ou neutra. Propõe-se considerar mais relevantes aqueles itens 
com maior percentual de avaliações positivas. 
 Quantidade de Valorações do Item de Conhecimento: Ordenar itens de 
conhecimento somente por percentual de valorações positivas nem sempre pode 
ser interessante. Podem existir, por exemplo, itens com uma única avaliação 
positiva, ou seja, 100% de valorações positivas, e itens com dez avaliações, sendo 
nove positivas e uma negativa, com 90% de valorações positivas. Sendo assim, é 
importante que itens de conhecimento sejam ordenados não somente pelo 
percentual de valorações positivas, mas também pela quantidade de valorações. 
 
Uma vez recuperados os itens de conhecimento da memória organizacional, estes 
devem ser apresentados. A seguir discutem-se as formas de apresentação de itens de 
conhecimento propostas neste trabalho. 
3.4.3. Formas de Apresentação de Itens de Conhecimento 
 Em ambientes de gerência de conhecimento, um aspecto importante que deve ser 
levado em consideração é como apresentar os itens de conhecimento recuperados. Conforme 
discutido anteriormente, em uma consulta à memória organizacional, podem ocorrer casos em 
que muitos itens de conhecimento são retornados. Assim, não é prático apresentar de uma só 
vez todas as informações de todos os itens de conhecimentos retornados pela consulta. 
Tomando como exemplo o site de buscas do Google (www.google.com), cuja principal 
finalidade é encontrar outros sites que possuem um determinado conteúdo, o resultado de uma 
consulta não exibe todo o conteúdo de todos os sites encontrados, mas apresenta uma pequena 
parte dos mesmos. Se o usuário desejar, um site pode ser selecionado para a exibição do 
conteúdo completo. Tomando por base essa estratégia, foram definidas as formas de 
apresentação de itens de conhecimento para a IGES, a saber: 
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 Apresentar a lista de itens de conhecimento resultante da busca: Neste tipo de 
apresentação, são apresentados apenas os nomes dos itens de conhecimento e um 
resumo dos mesmos. Caso a forma de recuperação envolva busca por conteúdo, a 
parte do conteúdo do item de conhecimento que contém o conteúdo solicitado pelo 
membro da organização é também apresentada. Por exemplo, ao buscar itens de 
conhecimento com a palavra “riscos”, são exibidos os cem caracteres antecessores 
e sucessores dessa palavra, incluindo a mesma, de todos os itens de conhecimento 
que a contém. Isso permite ao membro da organização ter uma noção dos itens de 
conhecimento retornados, sem a necessidade de ler todo o conteúdo de cada um 
deles. Ainda neste tipo de apresentação, é interessante permitir que o membro da 
organização possa selecionar um item de conhecimento para que todas suas 
informações sejam apresentadas. 
 Apresentar todas as informações do item de conhecimento: Neste tipo de 
apresentação, todas as informações do item de conhecimento, incluindo suas 
informações contextuais, são apresentadas. Cada tipo de item de conhecimento 
gerenciado pela organização é composto por um conteúdo e por informações 
contextuais, sendo que as informações contextuais são utilizadas para todos os 
tipos de itens de conhecimento definidos neste trabalho, enquanto cada tipo de 
item de conhecimento provê um conteúdo específico. Ao apresentar um item de 
conhecimento, é importante que tanto o seu conteúdo quanto suas informações 
contextuais sejam mostradas. 
3.5. VALORAÇÃO DE ITENS DE CONHECIMENTO 
É importante que a organização forneça mecanismos que possam capturar a opinião 
dos membros da organização quanto à utilidade dos itens de conhecimento disponíveis. Essa 
opinião facilita a identificação de itens de conhecimento candidatos a serem atualizados ou 
excluídos da memória organizacional, bem como do grau de importância dos itens de 
conhecimento para a organização.  
A forma de valoração de itens de conhecimento proposta neste trabalho visa definir 
mecanismos para capturar o feedback dos utilizadores dos itens de conhecimento, de forma 
que as informações coletadas desse feedback possam ser utilizadas para: 
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 Manutenção da memória organizacional: Itens de conhecimento com data de 
última utilização muito antiga, pouco utilizados ou com percentual alto de 
valorações negativas podem ser excluídos da memória organizacional.  
 Distribuição de itens de conhecimento: Durante a distribuição, itens de 
conhecimento recuperados com alto percentual de valorações positivas e muito 
utilizados são apresentados primeiramente aos membros da organização.  
 Nível de credibilidade dos itens de conhecimento: As valorações podem ser 
consultadas por membros da organização para que estes verifiquem o nível de 
credibilidade dos itens de conhecimento. Informações sobre a valoração podem 
trazer mais confiança sobre o nível de utilidade do item de conhecimento. 
A seguir, os mecanismos para capturar o feedback dos utilizadores de conhecimento 
propostos neste trabalho são detalhados. 
3.5.1. Mecanismos para Capturar Feedback dos Utilizadores de Conhecimento  
 Ao acessar um item de conhecimento disponível na memória organizacional, devem 
existir mecanismos para capturar a opinião do membro da organização em relação ao item. 
Sendo assim, é importante que formas estruturadas de captura de feedback sejam definidas, a 
fim de padronizar a valoração de itens de conhecimento dentro da organização. Neste 
trabalho, o feedback de membros da organização inclui, mas não está restrito a, opiniões 
sobre utilidade do item de conhecimento. O feedback é qualquer tipo de opinião do membro 
da organização sobre o item acessado. 
Para valorizar um item de conhecimento, valores qualitativos e quantitativos são 
utilizados. Além disso, é de extrema importância permitir que membros da organização 
tenham liberdade de se expressar e forneçam o máximo de informações sobre sua opinião em 
relação ao item. Ou seja, durante a valoração, deve ser possível ao membro da organização 
inserir qualquer comentário sobre o item de conhecimento.  
Ao realizar a valoração de um item de conhecimento, as seguintes informações devem 
ser capturadas: 
 Autor da Valoração: é importante saber quem é o autor da valoração. Essa 
informação pode ser útil, pois tanto pessoas imaturas na organização quanto 
pessoas experientes podem valorizar um item de conhecimento. A valoração 
espelha uma perspectiva que uma pessoa possui em relação ao item disponível. 
Essa perspectiva é construída de acordo com sua experiência pessoal. Sendo assim, 
tanto gerentes de conhecimento quanto utilizadores precisam conhecer o autor da 
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valoração para tomar suas conclusões. Sistemas de gerência de competência 
podem ser utilizados para conhecer melhor os autores das valorações, através da 
visualização de suas habilidades, competências e experiências. 
 Data da Valoração: uma informação útil para a manutenção da memória 
organizacional é a data de última utilização do item de conhecimento. Valorar um 
item de conhecimento pode indicar que o mesmo foi utilizado. Logo, a data da 
valoração permite saber quando um item de conhecimento foi usado. Uma data de 
última valoração muito antiga pode indicar que o item precisa ser atualizado ou 
excluído da memória organizacional. 
 Comentário: o membro da organização pode fazer um comentário livre sobre o 
item de conhecimento. Nesse comentário, o membro da organização tem liberdade 
para se expressar sobre a utilidade do item de conhecimento, bem como de prover 
outras informações que julgar necessárias. Os comentários de um item de 
conhecimento podem conter informações importantes para a manutenção da 
memória organizacional, sendo úteis para melhorias ou exclusões de itens de 
conhecimento. 
 Valoração da Utilidade: uma valoração da utilidade tem como propósito medir e 
indicar o grau de utilidade do item de conhecimento. É importante que um item de 
conhecimento possa ser valorado quantitativamente e/ou qualitativamente. Muitas 
vezes, membros da organização preferem fazer esse tipo valoração a escrever um 
comentário. Por outro lado, o comentário e a valoração da utilidade são 
informações complementares, pois um comentário ajuda a entender melhor uma 
valoração da utilidade e uma valoração da utilidade ajuda a entender melhor um 
comentário. Sendo assim, é importante que a organização defina uma escala 
quantificável para valorar a utilidade de um item de conhecimento, onde seja 
possível identificar quando uma valoração foi positiva (útil), negativa (inútil) ou 
neutra (não se aplica ao contexto do membro da organização). A valoração da 
utilidade pode ser utilizada tanto na distribuição quanto na manutenção de itens de 
conhecimento. Na distribuição, pode ser utilizada para ordenar itens de 
conhecimento recuperados em uma consulta, de forma que itens com maior 
percentual de valorações de utilidades positivas sejam apresentados primeiro ao 
membro da organização. Já na manutenção, pode ser utilizada para encontrar itens 
de conhecimento com alto percentual de valorações de utilidade negativas, ou seja, 
candidatos a serem atualizados ou excluídos da memória organizacional.  
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As valorações são informações complementares ao item de conhecimento e devem ser 
disponibilizadas para os membros da organização. Um item de conhecimento sem valorações 
pode trazer incerteza sobre seu conteúdo quando acessado. Logo, as valorações são 
fundamentais para saber o ponto de vista dos membros da organização quanto à utilidade dos 
itens disponíveis.  
3.6. MANUTENÇÃO DE ITENS DE CONHECIMENTO 
A abordagem de manutenção de itens de conhecimento proposta neste trabalho tem 
como objetivo estabelecer formas de identificação de itens de conhecimento obsoletos ou 
desatualizados, a fim de que sejam excluídos ou atualizados. Deste modo, a memória 
organizacional pode evoluir com conhecimento relevante para a organização. Para alcançar 
esse objetivo, é necessário definir:  
 Critérios para identificar itens de conhecimento a serem atualizados ou excluídos; 
 Formas de exclusão e atualização de itens de conhecimento.  
A seguir, esses aspectos são discutidos. 
3.6.1. Critérios para Identificar Itens de Conhecimento a serem Atualizados ou 
Excluídos 
Para que a manutenção de itens de conhecimento possa ocorrer, é importante definir 
critérios para a identificação de itens de conhecimento a serem atualizados ou excluídos da 
memória organizacional. As seguintes informações são utilizadas para a definição de critérios 
de manutenção de itens de conhecimento: 
 Valorações do item de conhecimento 
 Data de criação do item de conhecimento 
 Data de última utilização do item de conhecimento 
 Data de último acesso ao item de conhecimento 
 Quantidade de acessos ao item de conhecimento   
De acordo com essas informações, os seguintes critérios de manutenção de itens de 
conhecimento são propostos: 
 Percentual de Valorações Negativas: este critério permite ao gerente de 
conhecimento informar o percentual mínimo e máximo de valorações negativas 
que um item de conhecimento deve possuir para que sua manutenção ocorra. Um 
alto percentual de valorações negativas de um item de conhecimento pode indicar 
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que o mesmo é de baixa utilidade, sendo candidato a ser atualizado ou excluído da 
memória organizacional. 
 Quantidade de Valorações: este critério permite ao gerente de conhecimento 
informar a quantidade mínima e máxima de valorações que um item de 
conhecimento deve ter para ser excluído ou atualizado. Apenas informar o 
percentual de valorações negativas pode não ser muito útil para identificar itens 
candidatos à manutenção. Por exemplo, não é interessante dar manutenção em um 
item de conhecimento com alto percentual de valorações negativas, mas com 
poucas valorações. É mais viável dar manutenção em itens de conhecimento com 
um número significativo de valorações. Porém, a existência de itens muito antigos 
e com poucas valorações pode indicar que os mesmos precisam de manutenção. 
 Antiguidade do Item de Conhecimento: com este critério, o gerente de 
conhecimento pode informar uma data limite de criação dos itens de 
conhecimento, visando identificar itens com data de criação igual ou anterior à 
data estabelecida. Esse critério permite a busca de itens de conhecimento mais 
antigos na memória organizacional para uma avaliação da necessidade de excluí-
los ou atualizá-los quando necessário. 
 Quantidade de Acessos: este critério permite ao gerente de conhecimento 
informar a quantidade mínima e máxima de acessos que um item de conhecimento 
precisa ter para que sua manutenção ocorra, visando identificar itens com poucos 
acessos e, por conseguinte, candidatos a serem atualizados ou excluídos da 
memória organizacional. Em ambientes de gerência de conhecimento, 
normalmente membros da organização acessam e utilizam itens de conhecimento, 
mas não fornecem a informação de que os itens foram utilizados. Dessa forma, é 
importante contabilizar a quantidade de acessos ao item de conhecimento, pois 
essa informação pode também ser utilizada para medir o grau de utilidade do item, 
embora ela não seja muito confiável, pois nem sempre um item muito acessado é 
um item considerado útil para a organização. É importante avaliar outras 
informações disponíveis nas valorações do item para avaliar a sua utilidade 
efetivamente.   
Os critérios acima são usados para identificar itens de conhecimento candidatos a 
serem atualizados ou excluídos da memória organizacional. Apesar desses critérios serem 
úteis para a identificação desses itens, o gerente de conhecimento deve levar em consideração 
também outras informações contidas nas valorações do item de conhecimento, sobretudo os 
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comentários, uma vez que um comentário pode conter informações importantes, tais como 
críticas, melhorias, sugestões etc., que devem ser levadas em conta antes de tomar uma 
decisão se um item de conhecimento deve ser excluído ou atualizado. 
3.6.2. Formas de Exclusão e Atualização de Itens de Conhecimento 
Os critérios de manutenção definidos anteriormente permitem identificar itens de 
conhecimento candidatos a serem excluídos ou atualizados. Após essa identificação, é 
importante estabelecer como ocorrerá a exclusão ou atualização de um item de conhecimento. 
As seguintes formas de exclusão e atualização de itens de conhecimento são consideradas 
neste trabalho: 
 Exclusão de Itens de Conhecimento: Ao excluir um item de conhecimento, o 
gerente de conhecimento deve indicar o motivo da exclusão e, caso deseje, 
comunicar a exclusão a membros da organização previamente selecionados.  
 Atualização de Itens de Conhecimento: A atualização de um item de 
conhecimento pode ser feita por qualquer membro da organização, inclusive o 
gerente de conhecimento. O membro da organização deve indicar o item de 
conhecimento a ser atualizado e gerar um novo item de conhecimento atualizado. 
O novo item de conhecimento atualizado passará pelo workflow de avaliação de 
itens de conhecimento. Além disso, é importante manter um controle sobre as 
versões dos itens de conhecimento. 
Em ambientes de gerência de conhecimento, a manutenção de itens de conhecimento é 
uma atividade que deve ser feita com frequência, evitando o acúmulo de conhecimento 
irrelevante na memória organizacional. Além disso, tanto a atualização como a exclusão de 
itens de conhecimento pode ser feita de forma colaborativa. Neste caso, membros da 
organização podem ser selecionados para aprovar ou não a exclusão ou atualização de um 
item de conhecimento. 
3.7. APOIO À COLABORAÇÃO EM AMBIENTES DE GERÊNCIA DE 
CONHECIMENTO 
Nem todo conhecimento tácito dos membros da organização pode ser transformado 
em conhecimento explícito disponível. Sendo assim, é importante saber “quem sabe o quê” 
dentro da organização para que, quando surgirem problemas, seja possível identificar as 
pessoas mais indicadas para solucioná-los. Além disso, é fundamental que mecanismos de 
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apoio à comunicação sejam disponibilizados para que os membros da organização possam 
colaborar na resolução de problemas.  
 Visando atender essas necessidades, é útil integrar à IGES um sistema de páginas 
amarelas e fóruns de discussão. 
3.7.1. Páginas Amarelas em Ambientes de Gerência de Conhecimento 
 O objetivo do uso de páginas amarelas em um ambiente de gerência de conhecimento 
é disponibilizar informações sobre o perfil dos membros da organização, visando apresentar 
suas competências, habilidades, áreas em que possui experiência, etc. Uma questão a ser 
tratada é a definição de quais informações devem ser coletadas e apresentadas sobre cada 
membro da organização. Neste trabalho sugere-se o uso das seguintes informações para 
apresentar o perfil de cada membro da organização: 
 
 Nome: Nome do membro da organização. 
 Formas de contato: Formas para entrar em contato com o membro da 
organização. Atualmente, várias formas de contato podem ser utilizadas, dentre 
elas e-mail e o telefone do membro na organização. Um esquema de contato direto 
também pode ser utilizado, no qual ao visitar um perfil de um membro da 
organização, outros membros possam lhe fazer perguntas.  
 Perguntas e respostas: Perguntas respondidas pelo membro da organização. 
Como é possível fazer perguntas a partir do perfil do membro da organização, após 
responder uma pergunta, o membro da organização pode decidir se irá 
disponibilizá-la em seu perfil. Isso pode ser útil, pois as perguntas podem conter 
informações úteis para outros membros e evita que perguntas já respondidas sejam 
novamente feitas. 
 Competências: Competências ou habilidades que membro da organização possui, 
bem como o nível (por exemplo, alto, médio ou baixo) que tem em cada uma 
delas. Essa informação é fundamental para saber “quem sabe o quê” e o quanto 
sabe sobre algo. Através dessa informação, é possível encontrar pessoas com 
competência ou habilidades para realizar tarefas ou solucionar problemas dentro da 
organização. 
 Projetos dos quais participou: Projetos da organização dos quais o membro 
participou. Normalmente um projeto está ligado a várias informações que o 
caracterizam, tais como domínios envolvidos e tecnologias utilizadas. Dessa 
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forma, é importante saber de quais projetos o membro da organização participou, 
visando identificar os contextos em que o mesmo tem alguma experiência. 
 Atividades de que participou: Atividades dos processos de projetos nas quais 
trabalhou. Da mesma forma que projetos, é importante conhecer as atividades que 
o membro da organização realizou e ganhou experiência. Por meio dessa 
informação, é possível encontrar pessoas com maior experiência em uma atividade 
quando surgir algum problema ou dúvida na sua realização. 
 Funções que exerceu: Funções que exerceu em projetos que participou, incluindo 
a quantidade de horas que trabalhou em cada uma. Normalmente, ao trabalhar em 
um projeto, uma pessoa exerce uma ou mais funções. Sendo assim, é útil saber em 
que função um indivíduo da organização tem mais experiência. Essa informação 
também pode ser útil para encontrar pessoas mais indicadas para a realização de 
alguma tarefa ou resolução de algum problema.  
 Temas de interesse: Temas nos quais o membro da organização possui interesse. 
Além de saber as competências, projetos, atividades e funções que o membro da 
organização possui experiência, é útil conhecer também os seus interesses. Às 
vezes, pode ser mais interessante solicitar algo a uma pessoa que tem interesse em 
um determinado assunto do que a uma pessoa com mais experiência no mesmo. A 
pessoa com interesse pode ter mais boa vontade, resultando em uma melhor 
colaboração.  
 Itens de conhecimento criados, avaliados e valorados: Itens de conhecimento 
que foram criados, avaliados e valorados pelo membro da organização. É útil saber 
como o membro da organização interage e participa da iniciativa de gerência de 
conhecimento da organização. Essa informação pode ajudar a identificar áreas que 
o membro da organização tem mais conhecimento, bem como ajudar a para 
selecionar pessoas mais indicadas para avaliar itens de conhecimento.  
 Participação em discussões: Discussões que o membro da organização participou 
e quantidade de comentários que fez em cada discussão. Essas informações são 
valiosas em fóruns de discussão, pois, através dela, é possível deduzir quais os 
tipos de discussões que cada membro da organização tem participado, bem como o 
nível de interesse em participar em discussões. 
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 Outra questão a ser tratada nos sistemas de páginas amarelas é definir quem deve 
fornecer as informações sobre o perfil de cada membro da organização. É interessante que a 
organização estabeleça um perfil inicial do seu funcionário e que o mesmo possa 
complementar a visão da organização. Tomando por base as informações propostas para o 
perfil de membros da organização anteriormente apresentadas, a seguinte divisão pode ser 
feita: 
 Informações providas pela organização: são as informações que podem ser 
fornecidas pela organização, pois ela tem o controle das mesmas. São elas: nome, 
projetos e atividade das quais participou, funções que exerceu, itens de 
conhecimento criados, avaliados e valorados e participação em discussões. 
 Informações providas pelo membro da organização: são informações a serem 
fornecidas pelos membros da organização, a saber: competências e temas de 
interesse. 
 Outro aspecto interessante que pode ser utilizado para alcançar melhores resultados 
com o uso de páginas amarelas em ambientes de gerência de conhecimento é facilitar a 
navegação pelas informações contidas nos perfis de cada membro. Ou seja, ao apresentar 
informações sobre projetos, atividades, itens de conhecimento criados, avaliados e valorados e 
discussões de cada membro, é útil prover acesso às informações completas desses itens.  
Dessa forma, é possível navegar pelas informações contidas no perfil de cada usuário. Por 
exemplo, a partir de um perfil de um membro da organização, deve ser possível navegar até as 
informações completas sobre os itens de conhecimento criados, avaliados e valorados por ele. 
Por outro lado, deve ser possível, a partir de um item de conhecimento, navegar até as 
informações completas sobre seus criadores, avaliadores e pessoas que o valoraram.  
 Para que efetivamente se encontrem pessoas com um determinado perfil em um 
sistema de páginas amarelas, é fundamental que existam mecanismos de busca para essa 
finalidade. Sendo assim, sugere-se que a busca possa ser feita de acordo com as informações 
propostas para o perfil de cada membro da organização.  
 O principal objetivo de um sistema de páginas amarelas é identificar pessoas de 
acordo com os seus perfis. Além de ser uma ferramenta útil para encontrar as pessoas mais 
indicadas para solucionar um problema ou realizar alguma tarefa, páginas amarelas também 
podem ser utilizadas na seleção de pessoas para avaliar e receber itens de conhecimento, na 
alocação de recursos humanos a atividades em um projeto e na seleção de pessoas para 
participar de uma discussão. 
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3.7.2. Fóruns de Discussão em Ambientes de Gerência de Conhecimento 
Fóruns de discussão são amplamente utilizados na Internet como uma forma de 
comunicação e compartilhamento de opiniões, pensamentos e conhecimentos entre pessoas de 
diversos locais do mundo. Não é propósito deste trabalho especificar um fórum de discussão, 
mas apenas orientar como um sistema desse tipo pode ser integrado a um ambiente de 
gerência de conhecimento. 
 O principal foco do uso de fóruns de discussão é permitir que pessoas discutam 
assuntos de diversas áreas. Em uma discussão, geralmente ocorre um compartilhamento de 
conhecimento entre os participantes. Dessa forma, muito conhecimento útil pode ser gerado. 
Logo, é importante que a memória organizacional seja capaz de armazenar informações 
relevantes geradas em discussões. 
  Conforme os tipos de itens de conhecimentos propostos neste trabalho, uma discussão 
pode ser tratada como um item de conhecimento do tipo Comunicação Organizacional e, 
após ser avaliada, pode ser disponibilizada na memória organizacional. Um grande problema 
em fóruns de discussão é que nem toda discussão gerada é relevante para organização. Sendo 
assim, é importante não considerar como um conhecimento organizacional todas as 
mensagens postadas no fórum, mas apenas o conteúdo relevante para a organização.  
 Outro aspecto que deve ser considerado com o uso de fóruns de discussão em 
ambientes de gerência de conhecimento é definir quais informações serão fornecidas sobre os 
membros da comunidade do fórum. Normalmente, fóruns de discussão apresentam 
informações sobre seus membros, tais como, nickname (apelido), discussões em que 
participou, quantidade de comentários que fez etc. Ou seja, apenas informações sobre a 
interação do membro da organização com o fórum são fornecidas. Em se tratando da 
integração de um fórum de discussão em um ambiente de gerência de conhecimento, é 
interessante fornecer mais informações sobre os membros do fórum, pois conhecer melhor os 
participantes de uma discussão pode facilitar o julgamento do nível de credibilidade das 
informações postadas.  
 Como o sistema de páginas amarelas especifica um conjunto de informações mais 
completo sobre os membros da organização, um sistema de fóruns de discussão pode ser 
integrado com o sistema de páginas amarelas, de forma que as informações sobre os membros 
do fórum de discussão sejam fornecidas pelo sistema de páginas amarelas. Além disso, pode 
ser interessante que uma discussão tenha como participantes apenas um conjunto de pessoas 
selecionadas através do sistema de páginas amarelas, de forma que apenas um conjunto 
restrito de pessoas tenha permissão para participar da discussão. 
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3.8. CONSIDERAÇÕES FINAIS 
Gerenciar conhecimento em organizações de software não é uma tarefa simples. É 
necessário estabelecer como a gerência de conhecimento será implantada, os tipos de itens de 
conhecimento a serem gerenciados, as informações a serem coletadas sobre cada item de 
conhecimento, além dos serviços a serem disponibilizados para apoiar as atividades de 
criação, avaliação, disseminação, valoração e manutenção de itens de conhecimento.  
A integração de ferramentas de apoio à colaboração e ambientes de gerência de 
conhecimento pode trazer benefícios. O uso de páginas amarelas facilita a localização de 
pessoas mais indicadas para realizar alguma tarefa ou para solucionar algum problema. 
Fóruns de discussão permitem a comunicação entre membros da organização, a geração de 
conhecimento através do trabalho em grupo, além de serem muito úteis para 
compartilhamento de conhecimento.  
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CAPÍTULO 4. INFRAESTRUTURA DE APOIO À GERÊNCIA DE 
CONHECIMENTO NO AMBIENTE ODE 
O objetivo deste capítulo é apresentar uma instanciação parcial da Infraestrutura 
de Gerência de Conhecimento em Engenharia de Software detalhada no capítulo 
anterior. Essa instanciação é feita no ambiente ODE, um Ambiente de 
Desenvolvimento de Software Centrado em Processos.  
4.1. O AMBIENTE DE DESENOLVIMENTO DE SOFTWARE ODE 
Um Ambiente de Desenvolvimento de Software (ADS) é um sistema que visa 
combinar técnicas, métodos e ferramentas para apoiar o engenheiro de software na construção 
de produtos de software, incluindo todas as atividades do processo de software ou pelo menos 
porções significativas dele (FALBO, 1998) (HARRISON et al., 2000). 
Com o objetivo de fazer com que os ADSs apoiem as atividades, segundo um processo 
de software estabelecido, surgem os ADSs Centrados em Processos (ADSCPs). ADSCPs 
podem ser vistos como a automatização de um processo de software e têm a responsabilidade 
de (CHRISTIE, 1995): (i) guiar a sequência de atividades definida; (ii) gerenciar os produtos 
que estão sendo desenvolvidos; (iii) executar ferramentas necessárias para a realização das 
atividades; (iv) permitir comunicação entre as pessoas; (v) colher dados de métricas 
automaticamente; (vi) reduzir erros humanos; e (vii) prover controle do projeto à medida que 
este vai sendo executado. 
Este trabalho foi realizado no contexto do Projeto ODE (Ontology-based software 
Development Environment) (FALBO et al., 2003) (FALBO et al., 2005b), em curso desde 
2001 e que visa ao desenvolvimento de um ADSCP. ODE vem sendo desenvolvido no 
Núcleo de Estudos em Modelagem Conceitual e Ontologias (NEMO) do Departamento de 
Informática (DI) da Universidade Federal do Espírito Santo (UFES) e conta atualmente com 
várias ferramentas, dentre elas: de apoio à definição e acompanhamento de processos de 
software (SEGRINI, 2007), acompanhamento de projetos (ControlPro) (DAL MORO et al., 
2005), apoio à gerência de recursos (AlocaODE) (COELHO, 2007) (PIANISSOLA, 2007), 
realização de estimativas (EstimaODE) (CARVALHO et al., 2006), caracterização de 
projetos (CARVALHO, 2006) e gerência de riscos (GeRis) (FALBO et al., 2004b). 
Até o presente trabalho, o ambiente ODE tem sido desenvolvido integralmente em 
plataforma desktop. Uma de suas versões foi avaliada por uma empresa parceira do NEMO e 
um dos pontos destacados nessa avaliação foi que, para ser efetivamente útil, o ambiente 
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deveria ser acessível a partir de diferentes localidades, uma vez que é muito comum que os 
colaboradores da organização precisem trabalhar usando o ambiente não somente dentro da 
própria organização, mas também fora, nas instalações dos parceiros. Além disso, pretende-se 
utilizar o ambiente para o ensino de Engenharia de Software. Neste cenário, novamente, é 
imprescindível que o ambiente possa ser usado a partir de diferentes máquinas, sem 
necessidade de instalações do ambiente, muitas vezes complexas. Assim, é uma necessidade 
corrente do ambiente estar disponível na plataforma Web, o que motivou a sua migração para 
essa plataforma, em uma nova etapa do projeto, denominada ODE-Web. 
Visando aproveitar o ambiente ODE, que fornece um sistema onde é possível 
aproveitar várias informações que são úteis para a gerência de conhecimento, é um dos 
objetivos deste trabalho instanciar parcialmente a infraestrutura proposta no Capítulo 3, já na 
plataforma Web. A seguir, a instanciação dessa infraestrutura é apresentada e detalhada.  
4.2. REQUISITOS DO PORTAL DE GERÊNCIA DE CONHECIMENTO 
DO AMBIENTE ODE-WEB 
Esta seção apresenta, de forma resumida, a especificação de requisitos para o 
desenvolvimento do Portal de Gerência de Conhecimento do Ambiente ODE-Web. A 
especificação completa encontra-se no Apêndice A deste trabalho.  
A Figura 4.1 apresenta o diagrama de casos de uso do Portal. 
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Figura 4.1 –  Diagrama de Casos de Uso do Portal de Gerência de Conhecimento.  
  
Conforme observado na Figura 4.1, o ator Desenvolvedor representa qualquer tipo de 
usuário do ambiente ODE-Web. Já o ator Gerente de Conhecimento representa um usuário 
com permissões específicas, garantindo-lhe o acesso a certos tipos de funcionalidades 
inerentes a gerentes de conhecimento. A seguir, os casos de uso propostos para o Portal de 
Gerência de Conhecimento são sucintamente descritos: 
 Criar Item de Conhecimento: Este caso de uso permite que o desenvolvedor crie 
um item de conhecimento. 
 Alterar Item de Conhecimento: Este caso de uso permite que o gerente de 
conhecimento altere as informações de um item de conhecimento. 
 Excluir Item de Conhecimento: Este caso de uso permite que o gerente de 
conhecimento exclua um item de conhecimento. 
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 Avaliar Item de Conhecimento: Este caso de uso permite que o gerente de 
conhecimento pré-avalie um item de conhecimento, podendo optar por 
disponibilizá-lo, rejeitá-lo ou selecionar especialistas para avaliá-lo. 
 Efetuar Avaliação Detalhada de Apoio em Item de Conhecimento: Este caso 
de uso permite que um desenvolvedor faça uma avaliação detalhada de um item de 
conhecimento, visando apoiar o gerente de conhecimento na tomada de decisão 
sobre se o item deve ser aprovado ou rejeitado. 
 Visualizar Item de Conhecimento: Este caso de uso permite que o desenvolvedor 
visualize as informações de um item de conhecimento. 
 Buscar Itens de Conhecimento: Este caso de uso permite que o desenvolvedor 
busque itens de conhecimento disponíveis de acordo com parâmetros informados. 
 Valorar Item de Conhecimento: Este caso de uso permite que o desenvolvedor 
valore um item de conhecimento consultado. 
 Buscar Especialistas: Este caso de uso permite que o desenvolvedor encontre e 
selecione especialistas com um perfil desejado, bem como a visualização dos 
perfis dos especialistas encontrados. 
 Cadastrar Tema: Este caso de uso permite que o gerente de conhecimento 
cadastre temas no ambiente ODE-Web. 
 Definir Temas de Interesse: Este caso de uso permite que o desenvolvedor defina 
os temas nos quais possui interesse. 
Embora não esteja definido de forma explícita, um requisito importante para o Portal 
de Gerência de Conhecimento é permitir sua integração com ferramentas de apoio à 
colaboração, em especial, Fóruns de Discussão e Páginas Amarelas. O caso de uso Criar Item 
de Conhecimento permite que um item de conhecimento do tipo Conhecimento Relativo a 
uma Discussão seja criado, permitindo a integração com Fóruns de Discussão. Mais detalhes 
sobre essa integração são apresentados na Seção 4.3.7. Já o caso de uso Buscar Especialistas 
permite que especialistas sejam localizados na organização, tendo como base seus respectivos 
perfis. Dessa forma, o caso de uso Avaliar Item de Conhecimento permite que especialistas 
sejam selecionados para a avaliação de itens de conhecimento. Esses dois últimos casos de 
uso demonstram também a integração entre o Portal e o Sistema de Páginas Amarelas. 
Detalhes sobre essa integração são apresentados nas seções 4.3.2 e 4.3.6. 
A Figura 4.2 apresenta o diagrama de classes do Portal de Gerência de Conhecimento. 
As classes com fundo branco são classes já existentes em outros pacotes do ambiente ODE. 
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As classes destacadas foram desenvolvidas especificamente para tratar os requisitos do Portal 
de Gerência de Conhecimento. 
 
Figura 4.2 – Diagrama de Classes do Portal de Gerência de Conhecimento. 
 
 O Portal de Gerência de Conhecimento permite cadastrar itens de conhecimento, 
representados pela classe ItemConhecimento, podendo ser lições aprendidas 
(LicaoAprendida) ou conhecimento relativo a uma discussão 
(ConhecimentoRelativoDiscussao). Ao criar um item de conhecimento, podem-se informar os 
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projetos (Projeto), tipos de atividade (KAtividade) e temas (Tema) relacionados ao item, além 
de outros itens de conhecimentos relacionados.  
 Após a criação de um item, o mesmo pode ser avaliado por especialistas, sendo essas 
avaliações representadas pela classe Avaliacao. Depois que um item de conhecimento torna-
se disponível para a organização, ele pode ser valorado por membros da organização, onde as 
valorações feitas são representadas pela classe Valoracao. Tanto na criação, quanto na 
avaliação e valoração de itens de conhecimento, é necessário saber o autor das mesmas. Esse 
autor é representado pela classe RecursoHumano.  
Ainda no Portal de Gerência de Conhecimento, é possível realizar pesquisas para 
encontrar especialistas, os quais são também representados pela classe RecursoHumano. 
Assim, pode-se saber, sobre cada especialista, os projetos (Projeto) e tipos de atividades 
(Atividade) que participou, os itens de conhecimento (ItemConhecimento) criados, avaliados e 
valorados, bem como as competências que possui (KCompetencia). 
Para modelar o comportamento de itens de conhecimento ao longo de sua existência 
no Portal, foi elaborado um diagrama de estados, apresentado na Figura 4.3. 
  
Figura 4.3 – Diagrama de Estados da classe ItemConhecimento. 
  
Na criação de um item de conhecimento, o mesmo assume o estado Aguardando 
Avaliação, indicando que será avaliado pelo gerente de conhecimento da organização. O 
gerente de conhecimento, por sua vez, avalia o item de conhecimento podendo aprová-lo ou 
rejeitá-lo. Caso deseje aprová-lo, o item de conhecimento passa para o estado Disponível, 
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indicando que está disponível para ser visualizado pelos membros da organização. Caso o 
gerente de conhecimento decida rejeitá-lo, o item de conhecimento passa para o estado de 
Rejeitado, indicando que não foi aprovado pelo gerente de conhecimento para ser 
disponibilizado na organização. 
 O gerente de conhecimento também pode excluir itens de conhecimento. Porém, é 
necessário que esses itens estejam nos estados Disponível ou Rejeitado. Após solicitar a 
exclusão de um item de conhecimento, o mesmo é excluído da memória organizacional. 
4.3. PORTAL DE GERÊNCIA DE CONHECIMENTO DO AMBIENTE 
ODE-WEB 
Instanciando parcialmente a IGES proposta, um Portal de Gerência de Conhecimento 
foi desenvolvido e integrado ao ambiente ODE, provendo alguns dos serviços propostos pela 
infraestrutura. Esse Portal de Gerência de Conhecimento substitui a antiga infraestrutura de 
gerência de conhecimento do ambiente, originalmente proposta em (NATALI, 2003), e faz 
parte da iniciativa de desenvolver uma nova versão do ambiente ODE para Web.  
Assim, dentre as principais melhorias encontradas no Portal de Gerência de 
Conhecimento em relação à infraestrutura de gerência existente, destacam-se: 
 A criação do Portal de Gerência de Conhecimento em uma plataforma Web, 
tendo em vista que a infraestrutura antiga foi desenvolvida na plataforma 
Desktop. 
 A avaliação de itens de conhecimento com apoio de especialistas, permitindo 
uma melhor análise do conteúdo dos itens antes de serem disponibilizados na 
organização. Na infraestrutura de gerência de conhecimento anterior, o gerente de 
conhecimento avaliava itens sem apoio de especialistas. 
 O uso e o tratamento de informações contextuais para a contextualização de itens 
de conhecimento, visando facilitar principalmente a indexação, recuperação e 
manutenção de itens. Diferente da versão anterior, a infraestrutura desenvolvida 
neste trabalho recupera itens de conhecimento de acordo com informações 
contextuais previamente informadas ou capturadas automaticamente. Os 
mecanismos de recuperação disponibilizados pela nova infraestrutura apoiam a 
manutenção de itens de conhecimento, permitindo também encontrar itens 
candidatos a serem excluídos ou atualizados. 
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 A valoração de itens de conhecimento, capturando informações úteis para 
identificar a relevância dos itens disponíveis na organização. A nova 
infraestrutura permite a avaliação dos itens de conhecimento quanto à sua 
utilidade, permitindo que, durante uma valoração, sejam capturados notas e um 
comentário sobre o item valorado. O uso de valorações na nova infraestrutura é 
usado principalmente para identificar itens mais relevantes, bem como encontrar 
itens obsoletos.  
 A integração entre a nova infraestrutura e a ferramenta Páginas Amarelas, 
visando principalmente identificar as competências e habilidades dos membros 
da organização. Assim, a nova infraestrutura facilita a localização de especialistas 
para a resolução de problemas, em especial, para a avaliação de itens de 
conhecimento antes de serem disponibilizados. 
 O uso de fóruns de discussão como fonte de geração e compartilhamento de 
conhecimento. 
A Figura 4.4 apresenta a página principal do Portal de Gerência de Conhecimento 
desenvolvido neste trabalho.  
 
 
Figura 4.4 – Página Principal do Portal de Gerência de Conhecimento do ODE-Web. 
 
Conforme mostra a figura, o Portal é divido em vários painéis, sendo eles: 
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 Links: Contém links para a página inicial do portal e para a página inicial do ambiente 
ODE-Web. 
 Funcionalidades: Contém as principais funcionalidades do portal, sendo elas a 
criação e busca de itens de conhecimento. 
 Ferramentas de Apoio à Colaboração: Contempla as ferramentas de apoio à 
colaboração integradas ao portal, a saber, Páginas Amarelas e Fóruns de Discussão. 
 Sua Participação no Portal: Contém informações sobre a participação no portal do 
usuário atual autenticado. A partir desse painel, é possível visualizar os itens de 
conhecimento criados, avaliados, valorados e a serem avaliados pelo usuário. 
 Quantidade de Membros da Organização: Informa a quantidade de membros ativos 
que organização possui. A partir desse painel, é possível visualizar uma lista com 
todos os membros da organização.  
 Painel Central: É o painel localizado na região central da interface, o qual apresenta 
informações relacionadas à funcionalidade do portal que está sendo executada. 
 Itens mais Acessados no Portal: Apresenta os itens de conhecimento mais acessados 
no portal. A partir desse painel, é possível visualizar as informações detalhadas de 
cada um desses itens. 
 Itens mais Recentes: Apresenta os itens de conhecimento que foram criados mais 
recentemente. A partir desse painel, é possível visualizar as informações detalhadas de 
cada um desses itens. 
 Quantidade de Itens de Conhecimento: Apresenta a quantidade de itens de 
conhecimento disponíveis no portal, organizados por tipo de item de conhecimento. A 
partir desse painel, é possível visualizar uma lista contendo todos os itens de 
conhecimento de cada tipo de item de conhecimento. 
Ainda é possível notar, no lado superior direito, a existência de um mecanismo de 
busca rápida, utilizado para buscar itens de conhecimento contendo a expressão informada 
pelo usuário. 
Ainda na Figura 4.4, é possível ver na parte superior do painel central que o usuário 
atual autenticado é o Alexandre G. N. Coelho. Vale destacar que o próprio portal reconhece o 
perfil do usuário autenticado, detectando se o mesmo é um gerente de conhecimento ou um 
membro comum da organização, sendo as funcionalidades apresentadas definidas segundo o 
perfil do usuário. Ou seja, existem funcionalidades que só estão acessíveis a gerentes de 
conhecimento e não podem ser executadas pelos demais membros da organização. 
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As próximas subseções ilustram a utilização do portal, apresentando o apoio às 
atividades de criação, avaliação, disseminação, valoração e manutenção de itens de 
conhecimento, além de apresentar as ferramentas integradas ao portal, sendo elas Páginas 
Amarelas e Fóruns de Discussão. 
4.3.1. Criação de Itens de Conhecimento 
No painel Funcionalidades, é possível encontrar a opção para criar itens de 
conhecimento. Após selecionar essa opção, a janela Selecionar Tipos de Item de 
Conhecimento é exibida no painel central, para que o usuário informe o tipo de item de 
conhecimento que deseja criar, como ilustra a Figura 4.5. 
 
 
Figura 4.5 – Janela de Tipos de Itens de Conhecimento. 
 
No exemplo da Figura 4.5, o usuário seleciona o tipo de item de conhecimento Lição 
Aprendida e, a janela Criar Lição Aprendida (Figura 4.6) é exibida no painel central. 
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Figura 4.6 – Janela Criar Lição Aprendida. 
 
 Na janela Criar Lição Aprendida, abas são utilizadas para agrupar três conjuntos de 
informações sobre o item de conhecimento que devem ser preenchidas pelo usuário, a saber: 
 Informações Gerais: autor, data de criação, título, resumo e aplicabilidade. 
 Informações Específicas: informações específicas sobre a lição aprendida, tais como 
tipo (sucesso, fracasso ou informativa), descrição do problema, solução adotada ou 
recomendada e resultado esperado. 
 Associações: são os projetos, atividades, domínios e itens de conhecimento 
relacionados ao item de conhecimento a ser criado. 
Os campos contidos nas abas Informações Gerais e as Associações são os mesmos 
para qualquer tipo de item de conhecimento a ser criado. Já a aba Informações Específicas 
contém informações específicas sobre o tipo de item de conhecimento a ser criado. As Figuras 
4.7 e 4.8 apresentam, respectivamente, a janela Criar Lição Aprendida com a aba 
Informações Específicas aberta e com a aba Associações aberta. 
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Figura 4.7 – Janela Criar Lição Aprendida - aba Informações Específicas. 
 
 
Figura 4.8 – Janela Criar Lição Aprendida - aba Associações. 
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4.3.2. Avaliação de Itens de Conhecimento 
Antes de se disponibilizar um item de conhecimento aos membros da organização, o 
mesmo deve ser avaliado pelo gerente de conhecimento. Através da opção Itens Pendentes de 
Avaliação disponível no painel Sua Participação no Portal, o gerente de conhecimento pode 
visualizar os itens de conhecimento criados que precisam ser avaliados. Após selecionar esta 
opção, a janela Itens Pendentes de Avaliação é exibida no painel central, como ilustra a 
Figura 4.9. 
 
 
Figura 4.9 – Janela Itens Pendentes de Avaliação. 
 
Nessa janela o gerente de conhecimento pode selecionar um item de conhecimento 
pendente de avaliação, podendo visualizar suas informações (e alterá-las, se necessário), 
avaliar pessoalmente o item de conhecimento, aprová-lo ou rejeitá-lo. Ainda nesta janela, o 
gerente de conhecimento pode solicitar que o item seja avaliado por especialistas, estes 
selecionados com o apoio do sistema de páginas amarelas, apresentado na subseção 4.3.6. 
Dessa forma, qualquer membro da organização ativo pode ser selecionado para avaliar um 
item de conhecimento.  
Quando um especialista é selecionado, o item de conhecimento torna-se disponível 
para ser avaliado por ele. Ao autenticar-se no portal, o especialista pode selecionar a opção 
Itens Pendentes de Avaliação no painel Sua Participação no Portal para verificar os itens que 
91 
 
 
devem ser avaliados por ele. Após selecionar essa opção, a janela Itens Pendentes de 
Avaliação é exibida no painel central, como ilustra a Figura 4.10. 
 
 
Figura 4.10 – Janela Itens Pendentes de Avaliação (Modo Membro Comum). 
 
A janela Itens Pendentes de Avaliação é dinâmica e é exibida conforme o perfil do 
usuário autenticado. Quando o mesmo é um membro comum da organização, é possível 
apenas visualizar as informações do item de conhecimento e avaliá-lo. Somente o gerente de 
conhecimento tem permissão para selecionar especialistas para avaliação, aprovar ou rejeitar 
itens de conhecimento.  
Ao optar por realizar a avaliação de um item, a janela Avaliar Item de Conhecimento é 
exibida, como ilustra a Figura 4.11.  
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Figura 4.11 – Janela Avaliar Item de Conhecimento. 
 
Durante a avaliação, o especialista deve informar a nota para cada critério de avaliação 
definido (correção, completude, consistência, utilidade e aplicabilidade), o resultado final da 
avaliação (aprovado, aprovado com modificações, não aprovado ou indefinido) e, caso deseje, 
pode descrever um parecer sobre a avaliação realizada. 
Depois que um especialista finaliza a avaliação do item, o gerente de conhecimento 
pode visualizá-la na janela Itens Pendentes de Avaliação. Assim, após selecionar um item e 
optar por visualizar suas informações, a janela Visualizar Item de Conhecimento é exibida no 
painel central, contendo todas as informações do item de conhecimento criado, inclusive suas 
avaliações. Na aba Avaliações, o gerente de conhecimento pode visualizar todas as avaliações 
feitas pelos especialistas, como mostra a Figura 4.12.  
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Figura 4.12 – Janela Visualizar Item de Conhecimento - aba Avaliações. 
 
Após visualizar as avaliações feitas pelos especialistas, o gerente de conhecimento 
pode decidir se aprova ou rejeita o item de conhecimento. Vale destacar que essa decisão 
pode ser tomada independentemente das avaliações feitas pelos especialistas. Ou seja, o 
gerente de conhecimento tem autonomia para decidir se o item deve ser aprovado ou 
rejeitado. Após a aprovação do item de conhecimento, o mesmo se torna disponível para a 
organização e pode ser acessado e utilizado pelos membros. 
O portal também permite que o responsável pela criação do item de conhecimento 
acompanhe o andamento do processo de avaliação. Na janela Itens criados (Figura 4.13), 
disponível no painel Sua Participação no Portal, todos os itens de conhecimentos criados 
pelo usuário podem ser visualizados junto com o status de cada um, que pode assumir os 
seguintes valores: 
 Aguardando Avaliação: Indica que o item de conhecimento está em processo de 
avaliação. 
 Aprovado: Indica que o item de conhecimento foi aprovado e já está disponível para 
ser acessado pelos membros da organização. 
 Rejeitado: Aponta que o item de conhecimento foi rejeitado e não foi disponibilizado 
para os membros da organização. 
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Figura 4.13 – Janela Itens Criados. 
 
4.3.3. Disseminação de Itens de Conhecimento 
No painel Funcionalidades do portal, é possível encontrar a opção Buscar Itens de 
Conhecimento. Após selecionar essa opção, a janela Buscar Itens de Conhecimento (Figura 
4.14) é exibida no painel central. Nesta janela, é possível buscar itens:  
 Com uma determinada expressão; 
 Criados em um intervalo de tempo;  
 Utilizados em um intervalo de tempo; 
 Acessados em um intervalo de tempo; 
 Com uma quantidade mínima e máxima de acessos;  
 Com uma quantidade mínima e máxima de valorações; 
 Com um percentual mínimo e máximo de valorações positivas;  
 Com um percentual mínimo e máximo de valorações negativas; 
 De um tipo de conhecimento especificado; e 
 Relacionados a projetos, atividades ou domínios.  
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Após informar os parâmetros dos itens que se deseja buscar, uma lista dos itens 
encontrados é exibida na própria janela Buscar Itens de Conhecimento, conforme mostra a 
Figura 4.15. 
 
 
Figura 4.14 – Janela Buscar Itens de Conhecimento. 
 
 
Figura 4.15 – Janela Buscar Itens de Conhecimento com a Lista de Itens Encontrados. 
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É importante notar que a lista de itens de conhecimento exibida na Figura 4.15 contém 
informações resumidas de cada item encontrado, dentre elas, um resumo sobre o conteúdo do 
item, um resumo das suas valorações, autor, data de criação, tipo de item de conhecimento e 
quantidade de acessos. Sendo assim, é possível ter uma noção de cada item de conhecimento 
encontrado, sem precisar visualizar todas as suas informações. Porém, se necessário, um item 
de conhecimento pode ser selecionado e todas suas informações podem ser visualizadas na 
janela Visualizar Item de Conhecimento, conforme mostra a Figura 4.16. 
 
 
Figura 4.16 – Janela Visualizar Item de Conhecimento. 
  
Um aspecto importante na janela Visualizar Item de Conhecimento é que todas as 
informações, inclusive as avaliações e as valorações feitas sobre o item de conhecimento 
podem ser visualizadas. As valorações são úteis, pois permitem que o membro da 
organização, ao consultar um item de conhecimento, visualize também a opinião de outros 
membros quanto à utilidade desse item. A Figura 4.17 mostra a janela Visualizar Item de 
Conhecimento com a aba Valorações aberta com todas as valorações feitas sobre o item de 
conhecimento. 
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Figura 4.17 – Janela Visualizar Item de Conhecimento - aba Valorações. 
 
4.3.4. Valoração de Itens de Conhecimento 
Ainda na janela Visualizar Item de conhecimento, é possível realizar novas valorações 
acionando o botão Valorar situado na parte inferior direita da janela (vide Figura 4.17). Sendo 
assim, após clicar nesse botão, a janela Valorar Item de Conhecimento é exibida no painel 
central, como mostra a Figura 4.18. Nessa janela, um grau de utilidade no valor de -10 a 10 
deve ser informado. Valores abaixo de zero indicam que a valoração é negativa, valores acima 
de zero indicam que a valoração foi positiva e um valor igual a zero informa que a valoração é 
neutra. Além do grau de utilidade, um comentário sobre a valoração pode ser feito. 
Após confirmar a valoração, a mesma fica disponível para ser visualizada junto às 
demais valorações feitas sobre o item de conhecimento, conforme ilustrado na Figura 4.17. É 
importante notar, ainda na Figura 4.17, que é possível visualizar a data e o responsável por 
cada valoração.  
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Figura 4.18 – Janela Valorar Item de Conhecimento. 
 
4.3.5. Manutenção de Itens de Conhecimento 
No Portal de Gerência de Conhecimento, a manutenção é feita somente por um usuário 
com perfil de gerente de conhecimento. Para encontrar itens candidatos a serem atualizados 
ou excluídos, o gerente de conhecimento deve utilizar o mecanismo de busca de itens de 
conhecimento disponível no portal, informando o perfil dos itens de conhecimento que deseja 
encontrar. Sendo assim, itens com o perfil são apresentados ao gerente de conhecimento que, 
por sua vez seleciona um para visualizar suas informações, como ilustra a Figura 4.19. Ainda 
nesta figura, é possível observar que a janela Visualizar Item de Conhecimento contém os 
botões Alterar e Excluir que permitem, respectivamente, a alteração e exclusão do item 
visualizado. Essas opções são disponibilizadas apenas para usuários com perfil de gerente de 
conhecimento.  
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Figura 4.19 – Janela Visualizar Item de Conhecimento - usuário com perfil de gerente 
de conhecimento. 
 
4.3.6. Páginas Amarelas 
Em sua versão desktop, o ambiente ODE já contava com um sistema de páginas 
amarelas (PIANISSOLA, 2007). No contexto deste trabalho, esse sistema foi parcialmente 
reprojetado para a plataforma do ODE-Web e integrado ao Portal de Gerência de 
Conhecimento, estando acessível a partir do painel Funcionalidades, opção Páginas 
Amarelas. Sendo assim, após selecionar essa opção, a janela Páginas Amarelas é exibida no 
painel central, conforme ilustra a Figura 4.20.   
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Figura 4.20 – Janela Páginas Amarelas. 
 
Na janela Páginas Amarelas, é possível informar o perfil das pessoas que se deseja 
encontrar no portal. Ou seja, podem-se encontrar pessoas de acordo com suas competências, 
projetos que participou, atividades que trabalhou, funções que exerceu e temas do seu 
interesse. Após informar o perfil desejado, as pessoas encontradas são listadas junto com 
informações sobre o contato de cada uma, conforme ilustra a Figura 4.21. Ainda nessa lista, é 
possível selecionar uma pessoa e visualizar todas as suas informações na janela Visualizar 
Perfil Pessoal, conforme ilustrado na Figura 4.22. 
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Figura 4.21 – Janela Páginas Amarelas - Lista de Pessoas Encontradas. 
 
 
Figura 4.22 – Janela Visualizar Perfil Pessoal. 
 
 
Na janela Visualizar Perfil Pessoal, é possível identificar, além do nome e formas de 
contato da pessoa, as competências que ela possui, os projetos e atividades que participou, as 
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funções que exerceu, as discussões que participou, seus temas de interesse, além dos itens 
criados, avaliados e valorados por ela. 
No Portal de Gerência de Conhecimento, a ferramenta de páginas amarelas pode ser 
utilizada para encontrar pessoas com perfis para resolver determinados problemas ou para 
realizar tarefas específicas, em especial, a avaliação de itens de conhecimento. Sendo assim, 
para avaliar um item de conhecimento, o gerente de conhecimento pode selecionar as pessoas 
utilizando essa ferramenta. 
4.3.7. Fóruns de Discussão 
Conforme discutido na seção 3.7.2, fóruns de discussão são um meio eficaz para a 
comunicação e o compartilhamento de conhecimento tácito entre os membros da organização, 
além de ser uma fonte para a criação de novos itens de conhecimentos e uma ferramenta de 
apoio ao trabalho em grupo. Assim, decidiu-se integrar o ambiente de fóruns de discussão 
JForum
1
 ao Portal de Gerência de Conhecimento de ODE. 
O JForum permite que se instancie um ambiente de fóruns de discussão customizado 
para uma determinada organização. Como a maioria das ferramentas de Fóruns de Discussão, 
o JForum tem funcionalidades básicas necessárias para gerenciar fóruns de discussão, dentre 
elas, o cadastro de fóruns de discussão, o cadastro de tópicos, bem como o cadastro de 
usuários e a participação dos mesmos nos tópicos disponíveis.  
Ao se clicar no link Fóruns de Discussão do Portal de Gerência de Conhecimento do 
ODE, a tela inicial do ambiente de fóruns é apresentada. Nessa tela todos os fóruns 
disponíveis são exibidos e é possível selecionar um para visualizar seus tópicos cadastrados. 
A Figura 4.23 mostra a tela inicial do JForum customizado para o ambiente ODE-Web. 
                                                 
1
 http://jforum.net/ 
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Figura 4.23 – JForum caracterizado para ser utilizado no Ambiente ODE-Web. 
 
Após selecionar um fórum, seus tópicos são exibidos, conforme ilustrado na Figura 
4.24. 
 
 
Figura 4.24 – Tópicos de um Fórum de Discussão. 
 
104 
 
 
 Para cada tópico apresentado, é possível visualizar as participações de usuários. Uma 
participação em um tópico pode ser vista como um comentário qualquer sobre o que está 
sendo discutido, descrevendo uma opinião ou um ponto de vista de um usuário. Sendo assim, 
usuários podem participar de um tópico inserindo comentários.  
Após selecionar um tópico, uma tela é exibida contendo todas as participações feitas, 
como mostra a Figura 4.25. 
  
 
Figura 4.25 – Participações em um Tópico de Discussão. 
 
 É importante notar na Figura 4.25 a possibilidade de avaliar as participações feitas em 
um tópico. Quando um usuário participa de um tópico através da inserção de um comentário, 
esse comentário pode ser avaliado por outros usuários. Assim, para cada participação, uma 
nota de 1 a 5 pode ser atribuída. Essa avaliação é útil para saber a avaliação média dos 
usuários sobre o comentário feito, além de ser utilizada para calcular o nível de importância 
de um usuário na comunidade, que é dado pela média das avaliações feitas sobre suas 
participações. 
 Outro aspecto importante fornecido pela ferramenta JForum são as informações sobre 
os usuários da sua comunidade. Para cada usuário, uma página contendo informações sobre o 
seu perfil é disponibilizada. Sendo assim, é possível visualizar o perfil de todos os usuários da 
ferramenta. A Figura 4.26 apresenta a tela com o perfil de um usuário. 
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Figura 4.26 – Perfil de um Usuário na Ferramenta de Fóruns de Discussão. 
 
 Na tela do perfil do usuário é possível visualizar várias informações, em destaque, a 
classificação do seu nível de importância na comunidade, quantidade de tópicos criados e a 
quantidade de mensagens (comentários) enviadas. 
Um ponto importante a ser destacado é que fóruns de discussão podem conter muitas 
discussões relevantes para a organização. Porém há também muitos conteúdos postados 
desnecessários. Sendo assim, não é viável considerar todas as discussões geradas como itens 
de conhecimento da organização. Além disso, mesmo que uma discussão seja importante para 
a organização, é necessário extrair somente o conhecimento relevante adquirido na discussão 
e disponibilizá-lo como um item de conhecimento.  
O Portal de Gerência de Conhecimento permite a criação de itens de conhecimentos 
relativos a discussões. O procedimento para criar um item desse tipo é o mesmo apresentado 
na Seção 3.8.1, que trata da criação de itens de conhecimento no portal. A única diferença no 
processo de criação são as informações específicas a serem preenchidas, que neste caso, são 
específicas de um item de conhecimento relativo a uma discussão. A Figura 4.27 apresenta a 
janela Criar Item de Conhecimento Relativo a uma Discussão, mostrando as informações 
específicas consideradas para esse tipo de item. 
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Figura 4.27 – Janela Criar Item de Conhecimento Relativo a uma Discussão. 
 
 Sobre as informações específicas desse tipo de item de conhecimento, é necessário 
informar o conhecimento adquirido da discussão, os pontos fortes e fracos encontrados, além 
do link para a discussão completa. 
 Qualquer membro da organização pode criar um item de conhecimento desse tipo. 
Sendo assim, antes de ser disponibilizado, esse item deve ser avaliado pelo gerente de 
conhecimento, conforme o procedimento de avaliação discutido na Seção 4.3.2. 
4.4. CONSIDERAÇÕES FINAIS 
O Portal de Gerência de Conhecimento do ambiente ODE-Web é uma instanciação 
parcial, em plataforma Web, da Infraestrutura de Gerência de Conhecimento proposta, 
visando mostrar a viabilidade de se construir uma infraestrutura dessa natureza. Ou seja, nem 
todos os recursos discutidos na proposta da infraestrutura foram materializados no portal. 
Dentre as características que não foram materializadas no portal, vale destacar as seguintes:  
 Não foi considerado o nível de competência para a busca de pessoas, nem mesmo 
a quantidade de vezes que participou de uma atividade e quantidade de horas que 
trabalhou em uma determinada função.  
 O uso de perguntas e respostas a especialistas não foi tratado; 
 O mecanismo de busca do portal não considerou a busca por itens de 
conhecimento relacionados; 
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 O perfil dos membros do portal não foi integrado ao perfil dos usuários do fórum 
de discussão, mas idealmente essas informações deveriam ser trabalhadas de forma 
única. 
 No perfil de um membro do portal não foram criados links para os itens de 
conhecimento criados, avaliados ou valorados por elas, visando facilitar a 
navegação e acesso aos mesmos. 
Embora a proatividade não tenha sido implementada diretamente no Portal de 
Gerência de Conhecimento, o sistema foi desenvolvido para suportar tal funcionalidade, como 
mostra o próximo capítulo, que trata da integração entre a ferramenta Web-GeRis e as 
funcionalidades providas pelo Portal de Gerência de Conhecimento. 
É importante lembrar que o Portal de Gerência de Conhecimento desenvolvido utiliza 
informações da base de dados do ambiente ODE, alimentada por suas ferramentas, tais como 
ferramentas responsáveis por cadastrar projetos, processos, atividades, pessoas etc. 
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CAPÍTULO 5. APOIO DE GERÊNCIA DE CONHECIMENTO À 
GESTÃO DE RISCOS NO AMBIENTE ODE 
O objetivo deste capítulo é apresentar as abordagens propostas para tratar alguns 
aspectos da gestão de riscos em projetos de software (Seções 5.1 e 5.2) e a 
evolução da ferramenta de apoio à gerência de riscos do ambiente ODE, GeRis, 
agora apoiada pela Infraestrutura de Apoio à Gerência de Conhecimento do 
Ambiente ODE. A Seção 5.3 apresenta brevemente a versão desktop de GeRis, a 
Seção 5.4 apresenta resumidamente a especificação de requisitos da nova versão 
de GeRis e, por fim, as Seções 5.5 e 5.6 apresentam, respectivamente, a nova 
versão de GeRis e as considerações finais deste capítulo. 
5.1. INTRODUÇÃO 
Um risco é uma condição ou evento incerto que, caso ocorra, tem efeito em pelo 
menos um objetivo de um projeto (PMI, 2008). Um risco combina a probabilidade de um 
evento acontecer e suas consequências e geralmente o termo risco é usado quando há pelo 
menos uma possibilidade de consequências negativas (ISO/IEC 16085, 2006). 
O propósito da Gerência de Riscos (GRI) é identificar potenciais problemas de cunho 
técnico ou gerencial antes que eles ocorram, de forma que ações possam ser tomadas a fim de 
reduzir ou eliminar a probabilidade e o impacto desses problemas (ISO/IEC 16085, 2006). 
Segundo a norma NBR ISO 10006 (ABNT, 2000), a meta do gerenciamento de riscos 
é minimizar o impacto de eventos potencialmente negativos e obter vantagens nas 
oportunidades de melhoria, tratando riscos como ameaças e também como oportunidades. 
De acordo com Roedler (2006), não há falta de padrões e guias de referência na área 
de gerenciamento de riscos. Ao contrário, uma das dificuldades é que há uma grande 
quantidade de informação nessa área, mas nem sempre convergente, gerando assim algumas 
inconsistências. 
A próxima seção apresenta as abordagens propostas para o apoio às atividades de 
gerenciamento de riscos em projetos de software. 
5.2. ABORDAGENS PARA APOIAR A GERÊNCIA DE RISCOS EM 
PROJETOS DE SOFTWARE 
Durante os estudos feitos neste trabalho para a definição de uma ferramenta de apoio à 
gestão de riscos, essa constatação de Roedler foi também percebida. Assim, algumas 
abordagens foram propostas visando estabelecer formas de apoiar a gerência de riscos em 
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projetos de software, a saber: um processo de gerenciamento de riscos, estratégias de 
tratamento de riscos e diretrizes para a definição de limiares para disparar ações de tratamento 
de riscos. Essas abordagens foram elaboradas a partir de uma iniciativa de se buscar a 
convergência entre diversos padrões e guias de referência na área de gerenciamento de riscos, 
dentre eles: (SEI, 2006), (PD ISO/IEC Guide 73, 2002), (PMI, 2004), (GUSMAO, 2007), 
(ISO/IEC 16085, 2006), (FARIAS, 2002), (SOFTEX, 2009b) e (ISO/IEC 12207, 2008).   
O processo de gerenciamento de riscos proposto neste trabalho, apresentado na íntegra 
no Apêndice B, contempla as seguintes atividades: 
 Planejar a Gerência de Riscos: visa especificar como as atividades de 
gerenciamento de riscos do projeto serão abortadas e executadas. 
 Identificar Riscos: diz respeito a detectar possíveis ameaças (riscos) para o 
projeto, antecipando o que pode dar errado. 
 Analisar Riscos: tem por objetivo estabelecer o grau de exposição de cada risco 
identificado no projeto. O grau de exposição é uma medida que considera a 
probabilidade de um risco ocorrer e seu impacto nos objetivos do projeto. 
 Priorizar Riscos: visa priorizar os riscos analisados no projeto, definindo quais 
são os riscos mais críticos que necessitam de tratamento. 
 Selecionar Estratégias de Tratamento de Riscos: se refere à seleção de 
estratégias de tratamento de riscos para os riscos considerados prioritários no 
projeto, visando eliminar ou diminuir sua probabilidade de ocorrência e seu 
impacto e, caso ocorram, minimizar suas consequências. 
 Planejar Ações de Tratamento de Riscos: diz respeito a planejar as ações 
necessárias para o tratamento de riscos, incluindo ações de mitigação ou de 
contingência. 
 Monitorar Riscos: tem por objetivo monitorar periodicamente a situação dos 
riscos, verificando a necessidade de atualizá-los e de colocar em prática os planos 
de tratamento de risco, quando necessário. 
 Acompanhar Ações de Tratamento de Riscos: visa acompanhar as ações de 
tratamento de riscos, verificando o andamento de cada ação desde o início de sua 
execução até o seu término. 
É importante citar que o processo proposto sugere que as atividades Identificar 
Riscos, Analisar Riscos, Priorizar Riscos, Selecionar Estratégias de Tratamento de Riscos 
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e Planejar Ações de Tratamento de Riscos sejam apoiadas por itens de conhecimento 
relevantes para sua execução e por soluções adotadas em projetos passados semelhantes.  
Na atividade Selecionar Estratégias de Tratamento de Riscos é necessário definir 
como cada risco será tratado ao longo do projeto. Sendo assim, como uma abordagem 
complementar a esse processo, estratégias de tratamento de riscos foram definidas, sendo 
elas: 
 Aceitar: quando esta estratégia é selecionada, decide-se, na verdade, não 
realizar nenhuma ação para o tratamento do risco. A aplicação dessa estratégia 
significa simplesmente ignorar a existência do risco e arcar com suas 
consequências, caso o mesmo ocorra. Ao selecionar essa estratégia, é 
importante justificar a razão para a sua escolha. 
 Monitorar: quando esta estratégia é selecionada, decide-se apenas monitorar e 
observar o risco ao longo do projeto, sem realizar nenhuma ação para o seu 
tratamento. Essa estratégia é útil quando temporariamente não se deseja tratar o 
risco, mas apenas observar seu comportamento ao longo do projeto, verificando 
a necessidade de futuramente adotar outra estratégia para tratá-lo. Mesmo 
assim, utilizar essa estratégia significa em arcar com as consequências do risco, 
caso o mesmo ocorra. Ao selecionar essa estratégia, também é importante 
justificar a razão de sua escolha. 
 Reagir: quando esta estratégia é selecionada, decide-se executar ações para 
minimizar as consequências geradas pela ocorrência do risco. É necessário, 
portanto, planejar ações de contingência.  
 Transferir: quando esta estratégia é selecionada, decide-se transferir o 
gerenciamento do risco e suas consequências para terceiros. O uso dessa 
estratégia não significa a eliminação do risco. 
 Eliminar: quando esta estratégia é selecionada, decide-se eliminar o risco por 
completo, suas causas, ou até mesmo modificar o plano do projeto, a fim de 
eliminar as potenciais condições causadoras do risco associado.  
 Mitigar: quando esta estratégia é selecionada, decide-se reduzir a probabilidade 
e/ou impacto do risco a níveis aceitáveis, através da execução de ações de 
mitigação. Assim, ações dessa natureza devem ser planejadas, sendo importante 
também a definição de limiares para disparar o início da execução das ações de 
mitigação. Essa estratégia pode ser aplicada em combinação com a estratégia 
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Reagir, permitindo que ações de contingência sejam planejadas e executadas 
para reduzir as consequências geradas, caso o risco realmente ocorra. 
O documento completo descrevendo como essas estratégias foram estabelecidas e 
sua fundamentação é apresentado no Apêndice C desta dissertação.  
As estratégias de tratamento de riscos são muito úteis para saber o que deve ser 
feito para tratar cada risco associado ao projeto. Contudo, apesar de serem úteis, elas não 
são suficientes. Algumas delas exigem o planejamento de ações de tratamento de riscos, 
incluindo quando essas ações devem ser iniciadas. 
Para tratar a questão de quando uma ação de tratamento de risco deve ser iniciada, 
foi definida uma proposta para disparar ações de tratamento de riscos que considera o 
seguinte: 
 Limiares para disparar ações de tratamento de riscos devem ser estabelecidos 
através da escolha de valores de grau de exposição de riscos. 
 Limiares podem ser definidos de forma global, para todos os riscos, ou de 
forma individual, para cada risco. 
 Sempre que um risco atingir ou ultrapassar o limiar definido, ações de 
tratamento de riscos planejadas para o risco devem ser iniciadas. 
 Limiares são estabelecidos sempre para ações a serem executadas antes da 
ocorrência do risco. Caso o risco tenha ações de contingência planejadas, essas 
devem ser iniciadas imediatamente após a ocorrência do risco. 
De forma resumida, sempre que o grau de exposição de um risco atingir o limiar 
definido e existirem ações de mitigação planejadas para o tratamento do risco, essas ações 
devem ser iniciadas. Além disso, caso um risco ocorra e existam ações de contingência 
planejadas para o tratamento do mesmo, essas ações devem ser imediatamente iniciadas. O 
documento completo descrevendo como essa proposta para disparar ações de tratamento de 
riscos foi estabelecida, bem como sua fundamentação, é apresentado no Apêndice D desta 
dissertação.  
Com base nas abordagens definidas, passou-se a avaliar como a ferramenta GeRis do 
ambiente ODE poderia ser evoluída, sendo alinhada a essas abordagens e passando a contar 
com o apoio da nova infraestrutura de gerência de conhecimento. A Seção 5.3 apresenta 
brevemente a versão desktop de GeRis. A Seção 5.4 apresenta, de forma resumida, a 
especificação de requisitos da sua nova versão, agora para o ambiente Web. Por fim, as 
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Seções 5.5 e 5.6 apresentam, respectivamente, o funcionamento da nova versão e as 
considerações finais deste capítulo.  
5.3. GERIS: A FERRAMENTA DE APOIO À GERÊNCIA DE RISCOS DO 
AMBIENTE ODE 
A versão desktop do ambiente ODE contempla uma ferramenta para apoiar a gerência 
de riscos, GeRis (FALBO et al., 2004b), que permite a elaboração do plano de riscos de um 
projeto. Inicialmente, é necessário identificar os potenciais riscos associados ao projeto. De 
posse dos riscos identificados, a análise dos riscos pode ser realizada, quando estimativas de 
impacto e probabilidade de ocorrência de cada risco são estabelecidas, sendo computado um 
valor de grau de exposição pelo produto de impacto e probabilidade. Uma vez definidos seus 
impactos e probabilidades, é necessário definir, ainda, quais riscos serão efetivamente 
gerenciados. Finalmente, para os riscos a serem gerenciados, são definidas ações de 
contingência e mitigação a serem oportunamente aplicadas.  A Figura 5.1 apresenta a 
ferramenta GeRis sendo executada na versão do ODE desktop. 
 
 
Figura 5.1 – GeRis - versão ODE desktop. 
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As próximas seções apresentam a nova versão da ferramenta GeRis, agora 
desenvolvida na plataforma Web, alinhada às abordagens de gerenciamento de riscos 
discutidas na seção 5.2 e apoiada pela infraestrutura de gerência de conhecimento do 
ambiente ODE-Web. 
5.4. ESPECIFICAÇÃO DE REQUISITOS DA NOVA VERSÃO DA 
FERRAMENTA DE APOIO À GERÊNCIA DE RISCOS 
Esta seção apresenta, de forma resumida, a especificação de requisitos para o 
desenvolvimento da nova versão da ferramenta de apoio à gerência de riscos do ambiente 
ODE, agora nomeada de Web-GeRis. A especificação de requisitos completa dessa ferramenta 
pode ser encontrada no Apêndice E deste trabalho.  
A Figura 5.2 apresenta o diagrama de casos de uso da nova versão de GeRis.  
 
   
Figura 5.2 –  Diagrama de Casos de Uso da Ferramenta Web-GeRis.  
 
Conforme mostra a Figura 5.2, a ferramenta é utilizada por pessoas desempenhando o 
papel de gerente de projeto, i.e., pessoas cuja função é planejar e acompanhar o progresso de 
um projeto, através de variáveis como custo, tempo, escopo e qualidade, e verificar desvios e 
acompanhar ações para correção dos mesmos. 
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A seguir, os casos de uso propostos para a ferramenta Web-GeRis são sucintamente 
descritos: 
 Cadastrar Planos de Riscos: Este caso de uso permite que o gerente de projeto 
crie versões, altere, visualize e finalize planos de riscos. 
 Identificar Riscos: Este caso de uso permite que o gerente de projeto identifique 
os riscos do projeto. 
 Analisar Riscos: Este caso de uso permite que o gerente de projeto analise os 
riscos identificados no projeto. 
 Priorizar Riscos: Este caso de uso permite que o gerente de projeto informe os 
riscos prioritários a serem gerenciados no projeto. 
 Selecionar Estratégias de Tratamento de Riscos: Este caso de uso permite que o 
gerente de projeto informe as estratégias de tratamento de risco a ser utilizadas 
para o tratamento dos riscos. 
 Planejar Ações de Tratamento de Riscos: Este caso de uso permite que o 
gerente de projeto planeje ações de mitigação e de contingência para os riscos que 
exigem planejamento de ações. 
 Acompanhar Ações de Tratamento de Riscos: Este caso de uso permite que o 
gerente de projeto visualize informações resumidas sobre as ações de tratamento 
de riscos planejadas, bem como informar o estado das mesmas. 
 Buscar Planos de Riscos de Projetos Similares: Este caso de uso permite que o 
gerente de projeto recupere planos de riscos de projetos similares. 
A Figura 5.3 apresenta o diagrama de classes da ferramenta Web-GeRis. 
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Figura 5.3 – Diagrama de Classes da Ferramenta Web-GeRis. 
 
Conforme observado na Figura 5.3, a ferramenta Web-GeRis permite, para cada 
projeto (classe Projeto), definir planos de riscos (classe PlanoRisco). Para cada plano de 
riscos, é possível identificar os riscos associados (classe KRisco) ao projeto, sendo que esses 
riscos são organizados em categorias (classe KCategoriaRisco) e podem ter perfis (classe 
PerfilRisco) diferentes em cada projeto. Assim, para cada risco em um projeto, uma avaliação 
(classe AvaliacaoRisco) pode ser feita, visando identificar o seu comportamento no projeto e 
registrar suas consequências, caso efetivamente o risco ocorra. Além disso, a ferramenta Web-
GeRis permite que  ações de tratamento de risco (classes Acao, AcaoMitigacao e 
AcaoContingencia) sejam planejadas para o tratamento dos riscos.  
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5.5. A NOVA VERSÃO DA FERRAMENTA DE APOIO À GERÊNCIA DE 
RISCOS 
Inicialmente, na ferramenta Web-GeRis, é possível criar um plano de riscos para um 
projeto, criar novas versões desse plano ou alterar planos de riscos que não foram finalizados, 
conforme ilustra a Figura 5.4. Além disso, é possível também selecionar um plano de riscos e 
visualizar todas as suas informações.  
 
 
Figura 5.4 – Janela Cadastrar Planos de Riscos. 
 
Após selecionar um plano de risco em aberto ou optar por criar um novo plano de 
riscos, o plano de riscos é aberto para ser construído ou alterado, conforme mostra a Figura 
5.5. 
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 Figura 5.5 – Identificação de Riscos na Ferramenta Web-GeRis. 
 
Conforme apresentado na Figura 5.5, é possível encontrar três painéis, sendo eles: 
 Painel Funcionalidades: localizado à esquerda da interface, contém as principais 
funcionalidades disponíveis para apoiar o processo de gerência de riscos, a saber: 
Identificar Riscos, Analisar Riscos, Priorizar Riscos, Selecionar Estratégias de 
Tratamento de Riscos, Planejar Ações de Tratamento de Riscos, Monitor Riscos, 
Acompanhar Ações de Tratamento de Risco e Gerar Plano de Riscos do Projeto.  
 Painel Central: localizado no centro da interface da ferramenta, mostra a tela da 
funcionalidade atual que está sendo executada. 
 Painel Apoio da Gerência de Conhecimento: localizado na parte direita da 
interface da ferramenta, contém os itens de conhecimento sugeridos que podem ser 
úteis para a atividade que está sendo realizada, planos de riscos de projetos 
semelhantes, bem como outras funcionalidades que permitem criar e buscar itens 
de conhecimento disponíveis.  
Conforme ainda mostra a Figura 5.5, a primeira tarefa a ser executada na ferramenta 
Web-GeRis é identificar os riscos associados ao projeto, sendo que essa funcionalidade pode 
ser acessada através da opção Identificar Riscos disponível no painel Funcionalidades.  
Após identificar os riscos associados ao projeto, os mesmos podem ser analisados 
através da opção Analisar Riscos do painel Funcionalidades, como mostra a Figura 5.6.  
118 
 
 
Inicialmente, todos os riscos identificados no projeto são listados. Selecionando um 
risco, pode-se estimar sua probabilidade de ocorrência, seu impacto no projeto, indicar se o 
mesmo ocorreu e as consequências associadas a sua ocorrência, conforme ilustra a janela 
Analisar Risco apresentada na Figura 5.7. 
 
Figura 5.6 – Análise de Riscos na Ferramenta Web-GeRis. 
 
 
Figura 5.7 – Análise de um Risco Identificado no Projeto. 
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Depois de analisar os riscos identificados no projeto, é necessário priorizar esses 
riscos, ou seja, definir quais riscos serão efetivamente gerenciados durante a execução do 
projeto. A priorização de riscos pode ser realizada, selecionando a opção Priorizar Riscos do 
painel Funcionalidades, que leva à janela Priorizar Riscos, mostrada na Figura 5.8. 
 
 
Figura 5.8 – Priorização de Riscos na Ferramenta Web-GeRis. 
 
Como mostra essa figura, para cada risco analisado são exibidos sua probabilidade, 
seu impacto e seu grau de exposição, este último calculado a partir da multiplicação da 
probabilidade pelo impacto do risco. À esquerda, o gerente de projeto pode selecionar os 
riscos a serem gerenciados no projeto. 
Após definir os riscos a serem gerenciados, estratégias de tratamento de riscos devem 
ser selecionadas e justificadas para o tratamento de cada um deles, conforme ilustra a Figura 
5.9. Assim, para realizar esta atividade na ferramenta, a opção Selecionar Estratégias de 
Tratamento de Riscos do painel Funcionalidades deve ser selecionada. Após selecionar um 
risco para definir a estratégia de tratamento a ser utilizada, a janela Selecionar Estratégia de 
Tratamento de Riscos é exibida, conforme mostra a Figura 5.10.  
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Figura 5.9 – Seleção de Estratégias de Tratamento de Riscos na Ferramenta Web-GeRis. 
 
 
 Figura 5.10 – Seleção da Estratégia de Tratamento para um Risco. 
 
É importante citar que as estratégias de tratamento disponíveis na ferramenta Web-
GeRis são as mesmas apresentadas na Seção 5.2. Além disso, na ferramenta Web-GeRis, a 
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estratégia de tratamento Aceitar é automaticamente selecionada para riscos que não foram 
priorizados. 
Conforme citado anteriormente, algumas estratégias de tratamento de riscos exigem 
que ações de tratamento de riscos sejam planejadas. Assim, após selecionar as estratégias de 
tratamento de riscos, é necessário planejar as ações de tratamento de riscos para riscos a 
serem tratados com as seguintes estratégias: Mitigar, Reagir, Mitigar/Reagir. O planejamento 
de ações de tratamento de riscos pode ser realizado através da opção Planejar Ações de 
Tratamento de Riscos do painel Funcionalidades. Após selecionar essa opção, riscos que 
exigem planejamento de ações de tratamento são exibidos no painel central, como mostra a 
Figura 5.11. 
 
 
Figura 5.11 – Planejamento de Ações de Tratamento na Ferramenta Web-GeRis. 
 
 Para cada risco que exige planejamento de ações, ações de mitigação e de contingência 
podem ser selecionadas, o responsável pela execução dessas ações pode ser informado e o 
limiar para disparar as ações de mitigação selecionadas pode ser indicado, conforme a janela 
Planejar Ações de Tratamento do Risco apresentada na Figura 5.12. 
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Figura 5.12 – Janela Planejar Ações de Tratamento do Risco. 
 
 Depois de planejar as ações de tratamento dos riscos, a funcionalidade Monitorar 
Riscos permite que riscos do projeto sejam monitorados. Ou seja, nessa funcionalidade é 
possível apenas visualizar informações resumidas de cada risco identificado do projeto, sendo 
elas: nome do risco, grau de exposição, estratégia de tratamento selecionada, se existem ações 
planejadas, se ocorreu, se existe limiar definido e se ações planejadas foram disparadas 
(iniciadas). A Figura 5.13 mostra a funcionalidade Monitorar Riscos sendo executada. 
 Para cada risco que exige planejamento de ações, essas ações podem ser 
acompanhadas através da opção Acompanhar Ações de Tratamento de Riscos. Para cada ação, 
é possível definir o status da mesma, podendo este assumir os seguintes valores: Planejada, 
Em Execução ou Finalizada, conforme mostra a Figura 5.14. 
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Figura 5.13 – Monitoração de Riscos na Ferramenta Web-GeRis. 
 
 
Figura 5.14 – Acompanhamento de Ações de Tratamento de Riscos na Ferramenta 
Web-GeRis. 
 
 A última funcionalidade disponível no painel Funcionalidades é a funcionalidade para 
Gerar Plano de Riscos do Projeto. Após selecionar essa opção, o plano de riscos do projeto é 
gerado e apresentado com as seguintes informações gerais: nome do projeto, versão do plano 
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de riscos, data de geração e situação do plano de riscos e responsável pela elaboração do 
plano de riscos. Para cada risco identificado, são apresentadas as seguintes informações: 
nome, categoria, probabilidade, impacto, grau de exposição, consequências, estratégia de 
tratamento selecionada, indicador de ocorrência e ações de tratamento planejadas. A Figura 
5.15 apresenta o plano de riscos de um projeto. Um exemplo completo de um Plano de Riscos 
gerado pela ferramenta Web-GeRis pode ser visualizado no Apêndice F deste trabalho. 
 
 
 Figura 5.15 – Plano de Riscos de um Projeto. 
 
Apesar de não ter sido citado anteriormente, ao executar as funcionalidades Identificar 
Riscos, Analisar Riscos, Priorizar Riscos, Selecionar Estratégias de Tratamento de Riscos e 
Planejar Ações de Tratamento de Riscos, o painel Apoio da Gerência de Conhecimento 
sempre é modificado, apresentando informações e funcionalidades relevantes para a atividade 
corrente do usuário. A seguir, discute-se com mais detalhes o apoio da gerência de 
conhecimento na gestão de riscos. 
5.5.1. Apoio da Gerência de Conhecimento na Gerência de Riscos  
O principal objetivo do painel Apoio da Gerência de Conhecimento é disseminar 
proativamente conhecimentos que podem ser relevantes para a tarefa que o usuário se 
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encontra. Esse painel é dinâmico e atualiza-se conforme algumas informações contextuais que 
são capturadas automaticamente pela própria ferramenta, sendo elas: 
 Atividade que está sendo correntemente realizada pelo usuário. 
 Projeto no qual o usuário está trabalhando. 
 Domínios relacionados às tarefas executadas pelo usuário. 
Com base nessas informações contextuais, itens de conhecimento são buscados e 
sugeridos ao usuário no painel Apoio da Gerência de Conhecimento. Dessa forma, torna-se 
possível que itens de conhecimento relevantes ao contexto que o usuário se encontra sejam 
buscados e sugeridos. Sempre que uma funcionalidade é acessada no painel Funcionalidades, 
a ferramenta se encarrega de detectar as informações contextuais e, a partir delas, atualizar o 
painel Apoio da Gerência de Conhecimento.  
Conforme apresentado na Figura 5.5, onde o usuário está executando a funcionalidade 
Identificar Riscos, a ferramenta detecta automaticamente as seguintes informações 
contextuais: 
 Projeto Atual: Sistema de Apoio à Gerência de Recursos. 
 Atividade Atual: Identificação de Riscos. 
 Domínio: Riscos de Projeto. 
Como visto no Capítulo 4, o processo de criação de itens de conhecimento permite que 
itens de conhecimento sejam associados a informações contextuais, dentre elas, projetos, 
atividades e domínios relacionados ao item. Dessa forma, itens de conhecimento associados 
às informações contextuais capturadas pela ferramenta são listados e sugeridos no painel 
Apoio da Gerência de Conhecimento. Caso o usuário deseje visualizar um item de 
conhecimento sugerido, suas informações completas, incluindo suas avaliações e valorações, 
são exibidas no painel central, conforme mostra a Figura 5.16. 
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 Figura 5.16 – Visualização do Item de Conhecimento na Ferramenta Web-GeRis. 
 
É importante notar na Figura 5.16 que é possível valorar o item de conhecimento 
visualizado através do botão “Valorar”. Após clicar nesse botão, o processo de valoração é 
realizado conforme descrito na Seção 3.8.4, que discutiu a valoração de itens de 
conhecimento no Portal de Gerência de Conhecimento do ODE. Outra característica 
importante a ser notada na ferramenta Web-GeRis é que planos de riscos de projetos passados 
semelhantes ao que o usuário se encontra são buscados e sugeridos no painel Apoio da 
Gerência de Conhecimento. Esses planos de riscos são buscados com o auxílio da ferramenta 
de caracterização de projetos, desenvolvida por Carvalho (2006). Essa ferramenta permite que 
características sejam criadas e projetos sejam caracterizados e comparados. Assim, é possível 
buscar projetos similares de acordo com um nível de semelhança definido no momento da 
busca. 
Dessa forma, para buscar planos de riscos, primeiramente projetos similares ao atual 
são encontrados e, em seguida, planos de riscos desses projetos são sugeridos ao usuário. 
Caso o usuário deseje visualizar um plano de risco sugerido, o mesmo é exibido em uma 
janela à parte, da mesma forma que a exibição do plano de riscos do projeto, conforme 
anteriormente ilustrado na Figura 5.15. 
Planos de riscos de projetos passados podem ser muito úteis para a elaboração do 
plano de riscos de um projeto similar a esses. Por exemplo, todas as informações de riscos 
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identificados em projetos passados semelhantes ao projeto atual, incluindo probabilidades, 
impactos, consequências, estratégias selecionadas e ações planejadas, podem ser reutilizadas 
para a elaboração do plano de riscos desse projeto. Assim, usuários com pouca experiência 
podem verificar como foi feito o gerenciamento de riscos de projetos passados similares ao 
que ele se encontra. 
Um fato a ser notado é que, durante a execução de suas atividades, usuários podem 
adquirir novas experiências e é importante que o acesso à criação de novos itens de 
conhecimento seja facilitado. O painel Apoio da Gerência de Conhecimento permite que 
novos itens de conhecimento sejam criados a partir da própria ferramenta Web-GeRis, através 
da opção Criar Itens de Conhecimento. Após selecionar esta opção, é exibida a janela Criar 
Item de Conhecimento no painel central da ferramenta, conforme mostra a Figura 5.17. 
 
 
Figura 5.17 – Criação de Itens de Conhecimento na Ferramenta Web-GeRis. 
 
O processo de criação de itens de conhecimento é o mesmo apresentado no Portal de 
Gerência de Conhecimento desenvolvido neste trabalho. Sendo assim, é necessário que o 
usuário especifique o tipo de item de conhecimento a ser criado e depois insira as informações 
necessárias. Após ser criado, o item de conhecimento deve ser avaliado pelo gerente de 
conhecimento, sendo isso feito no próprio Portal de Gerência de Conhecimento, conforme 
discutido na Seção 4.3.2.  
128 
 
 
Além de poder criar itens de conhecimento a partir da ferramenta Web-GeRis, a busca 
de itens de conhecimento também pode ser feita na própria ferramenta. Nem sempre os itens 
sugeridos podem ser relevantes para a tarefa atual que o usuário se encontra. Sendo assim, é 
importante permitir a busca de outros itens de conhecimento.  
Caso o usuário deseje buscar outros itens de conhecimento, a opção Buscar Item de 
Conhecimento do painel Apoio da Gerência de Conhecimento permite que itens de 
conhecimento sejam buscados da mesma forma que é feito no Portal da Gerência de 
Conhecimento. Após acessar essa opção, a janela Buscar Itens de Conhecimento é exibida no 
painel central, como ilustra a Figura 5.18. 
 
 
Figura 5.18 – Busca de Itens de Conhecimento na Ferramenta Web-GeRis. 
 
 Depois de informar o perfil dos itens de conhecimento que se deseja localizar, itens de 
conhecimento encontrados são listados no painel central da ferramenta, onde é possível 
selecioná-los para visualizar suas informações completas. 
 
5.6. CONSIDERAÇÕES FINAIS 
A ferramenta de apoio à gerência de riscos desenvolvida neste trabalho, a Web-GeRis, 
surgiu da necessidade de evoluir a antiga ferramenta de apoio à gerência de riscos do 
ambiente ODE, permitindo, principalmente, que essa nova versão pudesse beneficiar-se das 
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funcionalidades providas pelo Portal de Gerência de Conhecimento desenvolvido neste 
trabalho. 
Dentre as principais melhorias aplicadas para a evolução da ferramenta de apoio à 
gerência de riscos, destacam-se: 
 O desenvolvimento da nova versão para uma plataforma Web. 
 O alinhamento da ferramenta ao processo de gerenciamento de riscos proposto 
neste trabalho, bem como às demais abordagens propostas para apoiar as 
atividades de gerenciamento de riscos. 
 O uso de estratégias de tratamento de riscos para definir a forma como os riscos 
serão tratados ao longo do projeto. 
 O uso de limiares para disparar ações de tratamento de riscos. Esses limiares 
permitem saber exatamente quando iniciar a execução de ações de tratamento de 
riscos planejadas. 
 O apoio da infraestrutura de gerência de conhecimento desenvolvida neste trabalho 
para auxiliar as atividades da ferramenta Web-GeRis.  
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CAPÍTULO 6. CONSIDERAÇÕES FINAIS 
Este capítulo discute as conclusões do trabalho realizado, apresentando suas 
contribuições, e descreve possíveis trabalhos futuros que podem advir deste. A 
Seção 6.1 trata das conclusões finais do trabalho. Já a Seção 6.2 apresenta 
algumas oportunidades de trabalhos futuros que foram observadas ao longo do 
desenvolvimento deste trabalho. 
6.6. CONCLUSÕES 
Normalmente, membros de organizações de software consultam outras pessoas para 
saber como realizar uma tarefa ou resolver um problema. Esse ciclo pode repetir-se sempre 
que dúvidas ou problemas surgirem. A gestão do conhecimento organizacional pode apoiar o 
aprendizado, abrindo espaço para novas formas de aprendizado que não sejam tão 
dependentes da participação direta de membros da organização.  
Contudo, para que a gerência de conhecimento em organizações de software seja 
realmente de grande utilidade, é necessário que membros da organização colaborem tanto no 
compartilhamento do conhecimento adquirido quanto no uso do conhecimento disponível. 
Assim, é importante permitir meios que facilitem o compartilhamento e o uso do 
conhecimento organizacional, de modo que membros da organização tenham menos 
impedimento em interagir com a gerência de conhecimento da organização. 
A mera existência de meios que facilitem o compartilhamento e o uso do 
conhecimento organizacional pode não ser suficiente para trazer bons resultados na gerência 
de conhecimento. É aconselhável que itens de conhecimento criados sejam avaliados antes de 
serem disponibilizados na organização, de forma que apenas itens de conhecimento relevantes 
e com conteúdo adequado sejam disponibilizados. Algo interessante também é definir meios 
para medir o grau de utilidade dos itens de conhecimento disponíveis, visando capturar a 
opinião dos seus utilizadores. Essa opinião pode ser útil tanto para a busca de itens de 
conhecimento mais relevantes quanto para a identificação de itens de conhecimento 
candidatos a serem atualizados ou excluídos da organização. Dessa forma, para buscar 
melhores resultados com o uso da gerência de conhecimento, formas de avaliação, valoração e 
manutenção de itens de conhecimento também podem ser estabelecidas e aplicadas na 
organização. 
Apesar da gerência de conhecimento trazer bons resultados para a organização, é 
observável que nem todo conhecimento tácito dos membros da organização pode ser 
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transformado em conhecimento explícito disponível. Então, gerenciar as competências e 
habilidades dos membros da organização é importante, pois pessoas mais indicadas para 
tomar uma decisão específica ou resolver um determinado problema podem ser localizadas. 
Outro fato a ser observado é que pessoas trabalhando em conjunto podem ter mais facilidade 
em gerar conhecimento relevante para a organização. Dessa forma, mecanismos que permitam 
a comunicação entre membros da organização tornam-se essenciais para a geração de 
conhecimento organizacional, além de ser um meio para o compartilhamento de 
conhecimento entre os membros da organização. 
Em organizações de software, o gerenciamento de projetos envolve a realização de 
várias atividades que, muitas vezes, não são triviais. Nesse conjunto, destacam-se as 
atividades de gerenciamento riscos que normalmente exigem muito conhecimento para 
executá-las, sendo ideal alocar pessoas experientes para sua realização. Porém, nem sempre é 
possível ter pessoas experientes disponíveis para realizar essas atividades. Assim, a gerência 
de conhecimento pode ser utilizada para fornecer itens de conhecimento relevantes para 
apoiar as atividades de gerenciamento de riscos da organização, além de também ser útil para 
apoiar outras atividades mais complexas que exigem certo conhecimento ou experiência para 
executá-las.  
Tomando por base práticas encontradas na literatura, normas e modelos de qualidade, 
este trabalho apresentou uma infraestrutura de gerência de conhecimento para organizações de 
software, integrando também ferramentas de apoio à localização de pessoas de acordo com 
suas competências e ferramentas de apoio à comunicação e trabalho em grupo. Além disso, a 
infraestrutura proposta foi aplicada no apoio à gestão de riscos, sendo integrada a uma 
ferramenta com essa finalidade. 
Em suma, são contribuições deste trabalho:  
 Definição dos Requisitos para uma Infraestrutura de Gerência de Conhecimento 
em Engenharia de Software: este trabalho especifica como serviços de criação, 
avaliação, disseminação, valoração e manutenção de itens de conhecimento podem 
ser realizados em uma infraestrutura de gerência de conhecimento em engenharia 
de software, além de estabelecer como ferramentas de apoio à colaboração, em 
especial, Páginas Amarelas e Fóruns de Discussão, podem ser utilizadas e 
integradas a essa infraestrutura.  
 Materialização Parcial da Infraestrutura de Gerência de Conhecimento 
Proposta: Criação do Portal de Gerência de Conhecimento do ambiente de 
desenvolvimento de software ODE, materializando parte da infraestrutura de 
132 
 
 
gerência de conhecimento proposta. Esse portal foi desenvolvido no contexto do 
Projeto ODE-Web. 
 Definição de Abordagens para Melhoria do Gerenciamento de Riscos em 
Projetos de Software: Elaboração de um processo de gerenciamento de riscos para 
organizações de software, bem como a definição de abordagens complementares a 
esse processo, sendo elas estratégias de tratamento de riscos e limiares para 
disparar ações de tratamento de riscos. 
 Evolução da Ferramenta de Apoio à Gerência de Riscos do Ambiente ODE: A 
ferramenta GeRis disponível no ambiente ODE desktop foi evoluída para uma 
versão Web, agora alinhada às abordagens de gerenciamento de riscos propostas 
neste trabalho, e apoiada pela infraestrutura de gerência de conhecimento 
desenvolvida. Esse apoio destaca a importância da integração entre as áreas de 
gerência de conhecimento e gerência de riscos. 
 
6.7. PERSPECTIVAS FUTURAS 
Durante os estudos feitos para a construção desta dissertação, várias ideias e 
oportunidades foram levantadas, mas devido ao tempo, foi necessário definir um escopo a ser 
seguido. Assim, as ideias levantadas, mas não aproveitadas na construção desta dissertação, 
são apenas sugeridas para trabalhos futuros. São elas: 
 Permitir que a manutenção de itens de conhecimento na infraestrutura de gerência 
de conhecimento seja feita de forma colaborativa e não apenas pelo gerente de 
conhecimento. Qualquer membro da organização poderia sugerir a alteração ou 
exclusão de um item de conhecimento disponível, mas caberia ao gerente analisar 
a sugestão em conjunto com especialistas selecionados através da ferramenta 
Páginas Amarelas. Um workflow de manutenção de itens de conhecimento também 
pode ser desenvolvido. 
 Integrar outras ferramentas de apoio ao trabalho colaborativo à infraestrutura de 
gerência de conhecimento proposta. Em especial, pode-se integrar a ferramenta de 
apoio à elaboração colaborativa de artefatos de ODE – ColaboraODE (FALBO; 
MACHADO; CARVALHO, 2008) à infraestrutura de gerência de conhecimento 
do ambiente ODE. 
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 Permitir o controle de versão dos itens de conhecimento. Nas organizações, itens 
de conhecimento podem evoluir, sendo importante saber em qual versão os 
mesmos se encontram. 
 Permitir a definição de critérios de avaliação e manutenção de itens de 
conhecimento no próprio Portal de Gerência de Conhecimento, conforme proposto 
por (OLIVEIRA, 2009).  
 Permitir que novos tipos de itens de conhecimento possam ser definidos no próprio 
Portal de Gerência de Conhecimento, conforme proposto por (OLIVEIRA, 2009). 
 Prover diferentes formas de visualização/navegação do conhecimento existente na 
memória organizacional, tais como árvores hiperbólicas. 
 Aprimorar o mecanismo de disseminação proativa de conhecimento, utilizando um 
conjunto mais amplo de informações contextuais, dentre elas informações acerca 
do perfil do desenvolvedor. Agentes de software podem ser utilizados para tal. 
 Uma vez que documentos são itens de conhecimento importantes, é importante 
integrar a infraestrutura de gerência de conhecimento com sistemas de gerência de 
configuração de software. 
 Desenvolver mecanismos para melhorar o planejamento das atividades de 
gerenciamento de riscos da ferramenta Web-GeRis, de forma que as 
probabilidades e impactos a serem utilizados para analisar os riscos de um projeto 
sejam definidos na própria ferramenta. Além disso, objetivos do projeto, como, por 
exemplo, prazo, custo, qualidade, podem ser definidos para cada projeto. Assim, 
para cada risco analisado, deve-se informar o impacto causado em cada um dos 
objetivos do projeto. 
 Generalizar o tratamento de ações dentro do ambiente ODE, construindo um 
pacote que possa ser utilizado por diversas ferramentas do ambiente, dentre elas, a 
ferramenta Web-GeRis. Para cada ação, é importante verificar a necessidade de 
armazenar informações como datas de início e término (previstas e efetivas), 
esforço requerido, sub-ações, além dos responsáveis, tipo de ação e estado. Além 
disso, saber a efetividade da ação aplicada pode ser útil para projetos futuros. 
 Permitir que o apoio da gerência de conhecimento na ferramenta Web-GeRis 
indique também pessoas com mais experiência na tarefa que está sendo executada, 
de forma que, ao surgir dúvidas ou problemas relacionados à execução da tarefa, 
pessoas mais indicadas possam ser contactadas pelo usuário.  
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 Utilizar ontologias para apoiar as atividades de gerência de conhecimento. É 
importante existir uma ontologia para cada domínio que se deseje gerenciar 
conhecimento. Dentre os benefícios, a ontologia é capaz de responder muitas 
perguntas, ou seja, pode ser muito útil para procurar informações ou soluções para 
futuros trabalhos, além de padronizar e compartilhar um vocabulário comum nesse 
domínio (STAAB et al., 2001).  
 
A pesquisa é um processo evolutivo, ou seja, novos trabalhos são gerados a partir de 
outros trabalhos existentes. Espera-se, então, que o trabalho desenvolvido nesta dissertação 
também seja utilizado para novas pesquisas. 
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APÊNDICE A - DOCUMENTO DE ESPECIFICAÇÃO DE REQUISITOS 
DO PORTAL DE GERÊNCIA DE CONHECIMENTO DO AMBIENTE 
ODE-WEB 
 
A.1 INTRODUÇÃO 
Este documento apresenta a especificação de requisitos para o desenvolvimento do 
Portal de Gerência de Conhecimento do ambiente ODE-Web. Inicialmente é apresentada a 
especificação de requisitos do portal (Seção A.2), detalhando apenas os requisitos funcionais. 
Em seguida, a Seção A.3 apresenta os modelos produzidos na fase de análise da ferramenta, 
apresentando uma visão do domínio do problema, desconsiderando aspectos tecnológicos.  
É válido ressaltar que para gerar esse documento, foi utilizado o método da Análise 
Orientada a Objetos, juntamente com a notação da UML. 
 
A.2 ESPECIFICAÇÃO DE REQUISITOS 
Esta seção apresenta a especificação de requisitos para o desenvolvimento do Portal de 
Gerência de Conhecimento do ambiente ODE-Web. A Seção A.2.1 contém uma breve 
descrição do sistema (descrição do mini-mundo). Em seguida, nas seções A.2.2 e A.2.3, são 
apresentadas, respectivamente, a identificação dos subsistemas utilizados para o 
desenvolvimento do Portal e os diagramas de casos de uso associados às descrições de cada 
caso de uso. 
 
A.2.1 Descrição do Mini-mundo 
Normalmente, nas organizações, pessoas começam a trabalhar, realizam suas 
atividades, vivenciam novas experiências e lidam constantemente com a resolução de 
problemas. Consequentemente, essas pessoas estão em constante fase de aprendizado, 
adquirindo conhecimentos ao longo da realização dos seus trabalhos.  
Um grande problema encontrado nas organizações é que normalmente o conhecimento 
adquirido por essas pessoas fica apenas mantido em suas mentes, tornando-o difícil de ser 
compartilhado e acessado.  Além disso, ao sair da organização, todo o conhecimento 
adquirido por essas pessoas também é perdido. Assim, novatos ou outras pessoas da 
organização tendem a repetir os mesmos erros já cometidos no passado, custam a resolver 
problemas já solucionados, precisam aprender sozinhos, sem nenhum apoio, o que pode levar 
muito tempo, sendo que todos esses problemas poderiam ser contornados se o conhecimento 
adquirido pelas pessoas da organização fosse compartilhado. 
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Dessa forma, é importante que a organização facilite e defina mecanismos para 
capturar, armazenar e compartilhar o conhecimento adquirido pelos membros da organização, 
visando principalmente alcançar os seguintes objetivos: 
 Aumentar a produtividade de seus membros na execução de suas tarefas; 
 Evitar erros cometidos no passado por outras pessoas; e 
 Manter o conhecimento adquirido pelos membros da organização, mesmo com a 
saída deles da organização. 
Como nem todo conhecimento adquirido pelos membros da organização pode ser 
explicitado, é importante também que a organização mapeie as competências e habilidades de 
seus membros para que, ao surgir problemas, pessoas mais indicadas possam ser encontradas 
para solucioná-los. 
No ambiente ODE-Web, a execução de projetos envolve a realização de várias tarefas, 
sendo muitas delas complexas e que exigem experiência e conhecimento para executá-las. 
Nesse contexto, o Portal de Gerência de Conhecimento do ambiente ODE-Web tem como 
objetivo permitir: 
 A criação de itens de conhecimento por membros da organização; 
 A avaliação de itens de conhecimento recém-criados antes de serem 
disponibilizados para os membros da organização; 
 A disseminação de itens de conhecimento, de modo que possam ser acessados e 
consultados por membros da organização quando necessário; 
 A valoração de itens de conhecimento por membros da organização, permitindo 
capturar a opinião quanto à utilidade dos itens de conhecimento disponíveis na 
organização; 
 A manutenção de itens de conhecimento, de forma que itens obsoletos sejam 
identificados para serem atualizados ou excluídos da memória organizacional; e 
 A gerência de competências das pessoas, mapeando as habilidades dos usuários do 
ambiente, facilitando a identificação de pessoas mais indicadas para a realização 
de alguma tarefa. 
 
A.2.2 Identificação de Subsistemas 
O diagrama de pacotes da Figura A.1 apresenta as dependências existentes entre os 
pacotes contemplados no desenvolvimento do Portal de Gerência de Conhecimento do 
Ambiente ODE-Web. 
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Figura A.1 – Diagrama de Pacotes. 
 
O pacote Conhecimento é responsável pelo conhecimento contido no ambiente ODE-
Web, no qual são definidas classes que representam conceitos das ontologias utilizadas pelo 
sistema e que são usadas para falar sobre o universo de discurso do pacote Controle 
correspondente. Seu subpacote Principal trata, de uma forma genérica, qualquer 
conhecimento do ambiente ODE-Web. O subpacote Processo trata do conhecimento do 
ambiente ODE-Web no que se refere a processos de software. Já o subpacote Organizacao 
trata do conhecimento do ambiente ODE-Web sobre organizações de software, incluindo as 
competências necessárias para a organização. 
O pacote Controle é responsável pelo núcleo do ambiente ODE-Web. É de sua 
responsabilidade as principais funcionalidades referentes ao gerenciamento do sistema, dentre 
elas o controle de projetos, a definição de processos e o controle de acesso às ferramentas do 
ambiente. Dentro desse pacote, existe um subpacote, o pacote ControleProcesso, que contém 
as classes que controlam os processos de software no ambiente. De maneira geral, para cada 
projeto é definido um processo de projeto, que é decomposto em subprocessos, atividades e 
subatividades. Para cada atividade, é ainda possível definir pré-atividades, recursos 
necessários, artefatos que podem ser insumos ou produtos e procedimentos a serem adotados. 
O pacote AlocacaoRecurso é responsável pelo controle das alocações de recursos para 
cada atividade de um projeto, incluindo as alocações de recursos humanos. Quando um 
recurso humano é alocado numa atividade, é necessário definir qual papel desempenhará na 
atividade.  
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O pacote GerenciaConhecimento contempla as funcionalidades que tratam do Portal 
de Gerência de Conhecimento do ambiente ODE-Web e será especificado a seguir. 
 
A.2.3 Modelo de Casos de Uso 
 Conforme citado anteriormente, o pacote GerenciaConhecimento trata de todas as 
funcionalidades que o desenvolvedor pode encontrar no Portal de Gerência de Conhecimento 
de Ambiente ODE-Web, sendo elas apresentadas no diagrama de casos de uso mostrado na 
Figura A.2.  
  
Figura A.2 –  Diagrama de Casos de Uso do pacote GerenciaConhecimento.  
  
O ator Desenvolvedor representa qualquer tipo de usuário do ambiente ODE-Web. Já 
o ator Gerente de Conhecimento representa um usuário com permissões específicas, 
garantindo-lhe o acesso a certos tipos de funcionalidades.  
A seguir, os casos de uso propostos nesse pacote são descritos. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Criar Item de Conhecimento 
Descrição: Este caso de uso permite que o desenvolvedor crie um item de conhecimento. 
 
Curso Normal: 
 
O desenvolvedor informa o tipo de item de conhecimento a ser criado, podendo ser:  
 Lição Aprendida: Nesse tipo de item de conhecimento, o desenvolvedor deve informar 
o tipo de lição aprendida (Sucesso, Fracasso ou Informativa), a descrição do 
problema, a solução adotada ou recomendada, bem como o resultado esperado. 
 Conhecimento Relativo a uma Discussão: Para esse tipo de item de conhecimento, o 
desenvolvedor deve informar o conhecimento adquirido, os pontos fortes e fracos da 
discussão e o link para a discussão. 
Para qualquer tipo de item de conhecimento, o desenvolvedor ainda deve informar o 
título do item de conhecimento a ser criado, o resumo do mesmo, sua aplicabilidade, bem 
como os temas, projetos, atividades e outros itens de conhecimento relacionados ao item 
criado. Logo após, os dados são validados e um novo item de conhecimento é criado, tendo 
como data de criação a data atual, como autor o desenvolvedor que cadastrou o item e seu 
estado como Aguardando Avaliação. 
 
Curso Alternativo: 
  
Os dados informados são inválidos: Uma mensagem de erro é exibida, solicitando a 
correção dos mesmos. 
 
Classes: ItemConhecimento, LicaoAprendida, ConhecimentoRelativoDiscussao, 
RecursoHumano, Projeto, KAtividade e Tema. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Alterar Item de Conhecimento 
Descrição: Este caso de uso permite que o gerente de conhecimento altere as informações de 
um item de conhecimento. 
 
Curso Normal: 
 
O gerente de conhecimento informa os dados a serem alterados do item, podendo ser 
eles: título, resumo, aplicabilidade, bem como temas, projetos, atividades e outros itens de 
conhecimento relacionados ao item a ser alterado. Caso o item de conhecimento a ser alterado 
seja uma Lição Aprendida, ainda pode-se alterar o tipo de lição aprendida, a descrição do 
problema, a solução adotada ou recomendada, bem como o resultado esperado. Caso o item 
de conhecimento a ser alterado seja um Conhecimento Relativo a uma Discussão, ainda deve 
podem ser alterados o conhecimento adquirido, os pontos fortes e fracos da discussão e o link 
para a discussão.  
Logo após, os dados do item são validados e registrados. 
 
Curso Alternativo: 
  
Os dados informados são inválidos: Uma mensagem de erro é exibida, solicitando a 
correção dos mesmos. 
 
Classes: ItemConhecimento, LicaoAprendida, ConhecimentoRelativoDiscussao, 
RecursoHumano, Projeto, KAtividade e Tema. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Excluir Item de Conhecimento 
Descrição: Este caso de uso permite que o gerente de conhecimento exclua um item de 
conhecimento. 
 
Curso Normal: 
 
Uma solicitação de confirmação é exibida e, caso confirmada, o item de conhecimento 
é excluído. 
 
Classes: ItemConhecimento. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Avaliar Item de Conhecimento 
Descrição: Este caso de uso permite que o gerente de conhecimento pré-avalie um item de 
conhecimento, podendo optar por disponibilizá-lo, rejeitá-lo ou selecionar especialistas para 
avaliá-lo. 
 
Curso Normal: 
 
Avaliar Item de Conhecimento: 
São apresentados itens aguardando avaliação e o gerente de conhecimento seleciona 
aquele que deseja avaliar. Caso o gerente de conhecimento deseje visualizar as informações 
do item de conhecimento, o caso de uso Visualizar Item de Conhecimento pode ser realizado. 
Na avaliação o gerente pode aprovar ou rejeitar diretamente o item ou ainda fazer uma 
avaliação detalhada ou requerer uma avaliação detalhada de terceiros Caso ele decida aprovar 
o item de conhecimento, o estado do item é alterado para Disponível. Caso ele decida rejeitar 
o item, o estado do item é alterado para Rejeitado. Caso o gerente de conhecimento queira 
fazer uma avaliação detalhada do item, o caso de uso Efetuar Avaliação Detalhada de Apoio 
em Item de Conhecimento é realizado, mas a decisão de aprovar ou não o item não é tomada 
ainda, permanecendo o item em aguardando avaliação. Por fim, caso ele deseje selecionar 
especialistas para efetuar avaliações de apoio no item de conhecimento, o gerente de 
conhecimento seleciona especialistas realizando o evento Buscar Especialistas do caso de uso 
Buscar Especialistas. Logo após, o item de conhecimento é registrado, tendo como seus 
avaliadores os especialistas selecionados, mantendo-se no estado aguardando avaliação. 
 
Classes: ItemConhecimento Avaliacao e RecursoHumano. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Efetuar Avaliação Detalhada de Apoio em Item de Conhecimento 
Descrição: Este caso de uso permite que um desenvolvedor faça uma avaliação detalhada de 
um item de conhecimento, visando apoiar o gerente de conhecimento na tomada de decisão 
sobre se o item deve ser aprovado ou rejeitado. 
 
Curso Normal: 
 
O desenvolvedor seleciona um item de conhecimento que lhe foi solicitada uma 
avaliação detalhada e as informações do item a ser avaliado são exibidas através da realização 
do caso de uso Visualizar Item de Conhecimento. Após visualizar as informações do item, o 
desenvolvedor informa uma nota de 0 (zero) a 10 (dez) para cada um dos seguintes critérios 
de avaliação: correção, completude, consistência, utilidade e aplicabilidade. Além disso, o 
desenvolvedor informa um parecer sobre a avaliação feita, bem como o resultado final da 
avaliação, que pode assumir os seguintes valores: aprovado, aprovado com modificações, 
reprovado ou indefinido.  
Logo após, os dados da avaliação são validados e registrados, tendo como data de 
avaliação a data corrente. 
 
Curso Alternativo: 
  
Os dados informados são inválidos: Uma mensagem de erro é exibida, solicitando a 
correção dos mesmos. 
 
Classes: ItemConhecimento, RecursoHumano e Avaliacao. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Visualizar Item de Conhecimento 
Descrição: Este caso de uso permite que o desenvolvedor visualize as informações de um 
item de conhecimento. 
 
Curso Normal: 
 
O desenvolvedor informa o item de conhecimento que deseja visualizar as 
informações. Em seguida, a data de último acesso do item é registrada como sendo a data 
atual e as seguintes informações do item de conhecimento são exibidas: título, autor, data de 
criação, resumo, aplicabilidade, avaliações, valorações, projetos relacionados, atividades 
relacionadas, temas relacionados e outros itens de conhecimento relacionados. Além disso, 
caso o item de conhecimento seja uma Lição Aprendida, são exibidas as seguintes 
informações: tipo de lição aprendida (Sucesso, Fracasso ou Informativa), descrição do 
problema, solução adotada ou recomendada e resultado esperado. Caso o item de 
conhecimento seja um Conhecimento Relativo a uma Discussão, as seguintes informações são 
exibidas: conhecimento adquirido, pontos fortes e fracos da discussão e link da discussão. 
item apresentado: ponto de extensão 
 Caso o desenvolvedor seja um gerente de conhecimento e deseje alterar um 
item de conhecimento, o caso de uso Alterar Item de Conhecimento é 
realizado.  
 Caso o desenvolvedor seja um gerente de conhecimento e queira excluir um 
item de conhecimento, o caso de uso Excluir Item de Conhecimento é 
realizado. 
 Caso o desenvolvedor, que não seja um gerente de conhecimento, deseje 
valorar o item de conhecimento, o caso de uso Valorar Item de Conhecimento 
é realizado. 
 
Classes: ItemConhecimento, LicaoAprendida, ConhecimentoRelativoDiscussao, 
RecursoHumano, Avaliacao, Valoracao, Projeto, KAtividade e Tema. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Buscar Itens de Conhecimento 
Descrição: Este caso de uso permite que o desenvolvedor busque itens de conhecimento 
disponíveis de acordo com parâmetros informados. 
 
Cursos Normais: 
 
Buscar Itens de Conhecimento Passivamente: 
O desenvolvedor informa os dados que devem ter os itens de conhecimento 
disponíveis (com estado Disponível) que deseja recuperar. Esses dados podem ser: expressão 
contida no título ou resumo do item de conhecimento, data inicial e final de criação, última 
valoração e último acesso, quantidade mínima e máxima de acessos e de valorações, 
percentual mínimo e máximo de valorações positivas e negativas, tipo de item de 
conhecimento (Lição Aprendida ou Conhecimento Relativo a uma Discussão) e projetos, 
atividades e temas relacionados. Em seguida, os itens contendo os dados informados são 
recuperados e apresentados. Caso o desenvolvedor decida visualizar as informações de um 
item de conhecimento particular, o caso de uso Visualizar Item de Conhecimento é realizado.  
 
Buscar Itens de Conhecimento Ativamente: 
O desenvolvedor informa que deseja recuperar itens de conhecimento disponíveis 
(com estado Disponível) de forma ativa. Em seguida, são automaticamente identificados o 
projeto atual e a atividade atual em execução, bem como tema relacionado ao contexto atual 
em que o desenvolvedor se encontra. Com base nessas informações, itens de conhecimento 
disponíveis relacionados ao projeto, atividade e tema identificados são recuperados e 
apresentados ao desenvolvedor. Caso o desenvolvedor decida visualizar as informações de um 
item de conhecimento, o caso de uso Visualizar Item de Conhecimento é realizado.  
 
Cursos Alternativos: 
  
Buscar Itens de Conhecimento Passivamente: 
Os dados informados são inválidos: Uma mensagem de erro é exibida, solicitando a 
correção dos mesmos. 
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Buscar Itens de Conhecimento Ativamente: 
Não é possível identificar automaticamente pelo menos uma das seguintes 
informações: projeto, atividade ou tema. Uma mensagem de erro é exibida, informando que 
não é possível recuperar itens de conhecimento disponíveis. 
 
Classes: ItemConhecimento, RecursoHumano, Valoracao, Projeto, KAtividade e Tema. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Valorar Item de Conhecimento 
Descrição: Este caso de uso permite que o desenvolvedor valore um item de conhecimento 
consultado. 
 
Curso Normal: 
 
O desenvolvedor informa o grau de utilidade do item, que deve pertencer a um valor 
entre -10 e 10, e fornece um comentário sobre a valoração realizada. Logo após, os dados são 
validados e uma nova valoração é registrada para o item de conhecimento, tendo como autor o 
desenvolvedor que fez a valoração, como data de valoração a data atual e sua classificação, 
que é registrada da seguinte forma: 
 Caso o grau de utilidade seja uma nota de -10,00 a -0,01, a classificação é registrada 
como negativa. 
 Caso o grau de utilidade seja uma nota igual a 0 (zero), a classificação é registrada 
como neutra. 
 Caso o grau de utilidade seja uma nota de 0,01 a 10,00, a classificação é registrada 
como positiva. 
 
Curso Alternativo: 
  
Os dados informados são inválidos: Uma mensagem de erro é exibida, solicitando a 
correção dos mesmos. 
 
Classes: ItemConhecimento, RecursoHumano e Valoracao. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Buscar Especialistas 
Descrição: Este caso de uso permite que o desenvolvedor encontre e selecione especialistas 
com um perfil desejado, bem como a visualização dos perfis dos especialistas encontrados. 
 
Cursos Normais: 
 
Buscar Especialistas: 
O desenvolvedor informa os dados que devem conter os perfis dos especialistas que 
deseja encontrar. Esses dados podem ser: nome do especialista ou parte dele, competências 
que possui, projetos e atividades dos quais participou, funções que exerceu e temas de 
interesse. Em seguida, os especialistas ativos que possuem os dados informados são 
recuperados e apresentados ao desenvolvedor. Caso o desenvolvedor deseje visualizar as 
informações de um especialista, o evento Visualizar Perfil Pessoal é realizado.  
 
Visualizar Perfil Pessoal: 
O desenvolvedor informa o especialista que deseja visualizar o perfil pessoal. Em 
seguida, as seguintes informações sobre o especialista selecionado são apresentadas:  
nome do especialista, e-mail, competências que possui, projetos e atividades que participou, 
funções que exerceu na organização, temas que possui interesse e itens de conhecimento 
criados, avaliados e valorados por ele.  
 
Classes: RecursoHumano, KRecursoHumano, Projeto, KAtividade, ItemConhecimento, 
Domino, KCompetencia, Avaliacao e Valoracao.
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Cadastrar Tema 
Descrição: Este caso de uso permite que o gerente de conhecimento cadastre temas no 
ambiente ODE-Web. 
 
Cursos Normais: 
 
Incluir Tema: 
 O desenvolvedor informa o nome e a descrição do tema. Os dados são validados e um 
novo tema é criado. 
 
 Alterar Tema: 
 O desenvolvedor informa o tema que deseja alterar. Em seguida informa os dados a 
serem alterados. Os dados são validados e registrados. 
 
 Consultar Tema: 
 O desenvolvedor informa o tema que deseja consultar. Os dados do tema selecionado 
são apresentados. 
  
 Excluir Tema: 
 O desenvolvedor informa o tema que deseja excluir. Uma solicitação de confirmação é 
exibida e, caso confirmada, o tema é excluído. 
 
Curso Alternativo: 
  
Incluir/Alterar Tema: 
Os dados informados são inválidos: Uma mensagem de erro é exibida, solicitando a 
correção dos mesmos. 
 
Classes: Tema. 
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Projeto: Portal de Gerência de Conhecimento (pacote GerenciaConhecimento) 
Caso de Uso: Definir Temas de Interesse 
Descrição: Este caso de uso permite que o desenvolvedor defina os temas nos quais possui 
interesse. 
 
Curso Normal: 
 
 O desenvolvedor informa os temas que possui interesse dentre aqueles cadastrados no 
ambiente ODE-Web. Em seguida, os dados são validados e registrados. 
 
Classes: RecursoHumano e Tema. 
 
 
158 
 
 
A.3 ANÁLISE 
Esta seção apresenta os modelos de classes e de estados para o Portal de Gerência de 
Conhecimento do Ambiente ODE-Web. A Seção A.3.1 apresenta o modelo de classes. Já a 
Seção A.3.2 apresenta o diagrama de estados da classe ItemConhecimento. 
 
A.3.1 Modelo de Classes 
O pacote GerenciaConhecimento contempla o controle sobre as funcionalidades que 
tratam do Portal de Gerência de Conhecimento do Ambiente ODE-Web. A Figura A.3 mostra 
o diagrama de classes desse pacote. 
159 
 
 
 
Figura A.3 – Diagrama de Classes do Pacote GerenciaConhecimento. 
  
O Portal de Gerência de Conhecimento permite cadastrar itens de conhecimento, 
representados pela classe ItemConhecimento, podendo ser lições aprendidas 
(LicaoAprendida) ou conhecimento relativo a uma discussão 
(ConhecimentoRelativoDiscussao). Ao criar um item de conhecimento, podem-se informar os 
projetos (Projeto), tipos de atividade (KAtividade) e temas (Tema) relacionados ao item, além 
de outros itens de conhecimentos relacionados.  
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 Após a criação de um item, o mesmo pode ser avaliado por especialistas, sendo essas 
avaliações representadas pela classe Avaliacao. Depois que um item de conhecimento torna-
se disponível para a organização, ele pode ser valorado por membros da organização, onde as 
valorações feitas são representadas pela classe Valoracao. Tanto na criação, quanto na 
avaliação e valoração de itens de conhecimento, é necessário saber o autor das mesmas. Esse 
autor é representado pela classe RecursoHumano.  
Ainda no Portal de Gerência de Conhecimento, é possível realizar pesquisas para 
encontrar especialistas, os quais são também representados pela classe RecursoHumano. 
Assim, pode-se saber, sobre cada especialista, os projetos (Projeto) e tipos de atividades 
(Atividade) que participou, os itens de conhecimento (ItemConhecimento) criados, avaliados e 
valorados, bem como as competências que possui (KCompetencia). 
 
A.3.2 Modelo Comportamental 
Para modelar o comportamento de itens de conhecimento ao longo de sua existência 
no Portal, foi elaborado um diagrama de estados, apresentado na Figura A.4. 
Na criação de um item de conhecimento, o mesmo assume o estado Aguardando 
Avaliação, indicando que será avaliado pelo gerente de conhecimento da organização. O 
gerente de conhecimento, por sua vez, avalia o item de conhecimento podendo aprová-lo ou 
rejeitá-lo. Caso deseje aprová-lo, o item de conhecimento passa para o estado Disponível, 
indicando que está disponível para ser visualizado pelos membros da organização. Caso o 
gerente de conhecimento decida rejeitá-lo, o item de conhecimento passa para o estado de 
Rejeitado, indicando que não foi aprovado pelo gerente de conhecimento para ser 
disponibilizado na organização. 
 O gerente de conhecimento também pode excluir itens de conhecimento. Porém, é 
necessário que esses itens estejam nos estados Disponível ou Rejeitado. Após solicitar a 
exclusão de um item de conhecimento, o mesmo é excluído da memória organizacional. 
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Figura A.4 – Diagrama de Estados da classe ItemConhecimento. 
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APÊNDICE B - PROCESSO DE GERENCIAMENTO DE RISCOS 
 
Este documento apresenta um processo de gerenciamento de riscos tomando por base 
as seguintes referências: PMBOK (PMI, 2004), ISO/IEC 16085 (ISO/IEC 16085, 2006), 
CMMI-Dev (SEI, 2006), MPS.BR – Guia de Implementação Parte 5 (SOFTEX, 2009b), PD 
ISO/IEC Guide 73 (PD ISO/IEC Guide 73, 2002) e ISO/IEC 12207 (ISO/IEC 12207, 2008). 
O processo proposto contém as seguintes atividades, detalhadas na sequência:  
 Planejar a Gerência de Riscos 
 Identificar Riscos 
 Analisar Riscos 
 Priorizar Riscos 
 Selecionar Estratégias de Tratamento de Riscos 
 Planejar Ações de Tratamento de Riscos 
 Monitorar Riscos 
 Acompanhar Ações de Tratamento de Riscos 
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Nome da Atividade Planejar a Gerência de Riscos. 
Descrição Especificar como as atividades de gerenciamento de riscos do projeto 
serão abortadas e executadas. 
Pré-atividade - 
Critério de Entrada - 
Critério de Saída - 
Responsáveis Gerente de Projeto. 
Participantes Gerente de Projeto, Equipe do Projeto, Clientes e demais interessados 
(stakeholders) considerados essenciais para a execução dessa 
atividade. 
Artefatos Requeridos - 
Artefatos Gerados Plano de Gerenciamento de Riscos.  
Procedimentos Modelo de Plano de Gerenciamento de Riscos. 
Sub-atividades - 
Pós-atividade Identificar Riscos. 
Observações Essa atividade deve ser realizada e finalizada no início do projeto, 
tipicamente no planejamento do projeto. 
Nessa atividade, é importante: 
 Definir as técnicas, métodos e ferramentas a serem utilizados 
para as demais atividades de gerenciamento de riscos. 
 Especificar as pessoas envolvidas no gerenciamento de riscos 
do projeto, esclarecendo suas funções e responsabilidades. 
 Estimar os custos e os recursos necessários para o 
gerenciamento de riscos com o intuito de incluí-los no 
orçamento do projeto. 
 Definir quando e com que frequência o processo de 
gerenciamento de riscos será realizado ao longo do ciclo de 
vida do projeto, incluindo no cronograma do projeto o tempo 
previsto para o gerenciamento de riscos. 
 Definir como será feita a comunicação entre as pessoas 
envolvidas no gerenciamento de riscos do projeto. 
 Estabelecer quais relatórios serão disponibilizados no 
gerenciamento de riscos e como será o formato de cada um.   
 Definir os níveis de probabilidade a serem utilizados para 
avaliar riscos. 
 Definir escalas específicas de impacto para cada objetivo de 
projeto potencialmente afetado. 
 Definir as categorias a serem utilizadas para a organização dos 
riscos identificados no projeto. O uso de categorias é opcional 
e tem como função organizar melhor os riscos. 
 
O Plano de Gerenciamento de Riscos é um documento que contém 
informações para a realização das demais atividades do Processo de 
Gerenciamento de Riscos.  
Referencial Teórico PMBOK, ISO/IEC 16085 e CMMI-Dev. 
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Nome da Atividade Identificar Riscos. 
Descrição Detectar possíveis ameaças (riscos) para o projeto, antecipando o que 
pode dar errado. 
Pré-atividade Planejar a Gerência de Riscos. 
Critério de Entrada Plano de Gerência de Riscos pelo menos parcialmente elaborado. 
Critério de Saída Riscos Identificados. 
Responsáveis Gerente de Projeto. 
Participantes Gerente de Projeto, Equipe do Projeto, Clientes e demais interessados 
(stakeholders) considerados essenciais para a execução dessa 
atividade. 
Artefatos Requeridos Plano de Gerenciamento de Riscos. 
Artefatos Gerados Lista de Riscos Identificados. 
Procedimentos Checklists pré-definidos com possíveis riscos. 
Reuniões e Brainstormings. 
Sub-atividades - 
Pós-atividade Analisar Riscos. 
Observações A identificação de riscos é um processo iterativo, pois novos riscos 
podem ser identificados durante a realização do projeto. Sendo assim, 
é importante revisar com frequência essa atividade. Além dos 
procedimentos citados nessa atividade, para ajudar a identificação de 
riscos pode-se: 
 Examinar a documentação do projeto; 
 Examinar o contexto interno e externo o que o projeto se 
encontra; 
 Buscar itens de conhecimento relevantes para a identificação 
de riscos; e  
 Verificar riscos identificados em projetos passados com 
características semelhantes ao projeto em questão.  
 
Nessa atividade, riscos podem ser categorizados caso haja categorias 
definidas. 
Referencial Teórico PMBOK, MPS.BR Guia de Implementação Parte 5, CMMI-Dev. 
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Nome da Atividade Analisar Riscos. 
Descrição Analisar os riscos identificados no projeto a fim de tentar estabelecer o 
grau de exposição de cada um deles no projeto. O grau de exposição é 
uma medida que considera a probabilidade de um risco ocorrer e seu 
impacto nos objetivos do projeto. 
Pré-atividade Identificar Riscos. 
Critério de Entrada Riscos identificados. 
Critério de Saída Riscos com graus de exposição definidos e consequências 
identificadas. 
Responsáveis Gerente de Projeto. 
Participantes Gerente de Projeto, Equipe do Projeto, Clientes e demais interessados 
(stakeholders) considerados essenciais para a execução dessa 
atividade. 
Artefatos Requeridos Plano de Gerenciamento de Riscos e Lista de Riscos Identificados. 
Artefatos Gerados Plano de Gerenciamento de Riscos e Lista de Riscos Analisados. 
Procedimentos Reuniões e Brainstormings. 
Sub-atividades Para cada risco identificado é necessário: 
 Identificar suas possíveis consequências caso o mesmo ocorra; 
 Estimar sua probabilidade de ocorrência no projeto; 
 Estimar o impacto do risco para cada objetivo do projeto 
potencialmente afetado; 
 Calcular o grau de exposição do risco.  
Pós-atividade Priorizar Riscos. 
Observações A análise de riscos é um processo iterativo, pois a probabilidade e o 
impacto dos riscos identificados podem mudar durante a realização do 
projeto. Sendo assim, é importante revisar com frequência essa 
atividade. 
 
Como sugestão, associar valores qualitativos a valores quantitativos 
facilita a estimação da probabilidade e do impacto dos riscos 
identificados.   
 
Além dos procedimentos citados nessa atividade, é importante 
também: 
 Buscar itens de conhecimento relevantes para a análise de 
riscos; e 
 Verificar a análise de riscos em projetos passados com 
características semelhantes ao projeto em questão. 
Referencial Teórico PMBOK e CMMI-Dev. 
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Nome da Atividade Priorizar Riscos. 
Descrição Priorizar os riscos analisados no projeto, definindo quais são os riscos 
mais críticos que necessitam de tratamento. 
Pré-atividade Analisar Riscos. 
Critério de Entrada Riscos analisados. 
Critério de Saída Riscos priorizados. 
Responsáveis Gerente de Projeto. 
Participantes Gerente de Projeto, Equipe do Projeto, Clientes e demais interessados 
(stakeholders) considerados essenciais para a execução dessa 
atividade. 
Artefatos Requeridos Plano de Gerenciamento de Riscos e Lista de Riscos Analisados. 
Artefatos Gerados Lista de Riscos Priorizados. 
Procedimentos Reuniões e Brainstormings. 
Sub-atividades - 
Pós-atividade Selecionar Estratégias de Tratamento de Riscos. 
Observações A priorização de riscos é um processo iterativo, pois a probabilidade e 
o impacto dos riscos identificados podem mudar durante a realização 
do projeto, implicando também na mudança do grau de exposição 
(GE). Sendo assim, é importante revisar com frequência essa 
atividade. 
 
Normalmente nessa atividade, riscos são priorizados com o uso de 
Ponto de Corte, o que envolve: 
 Ordenar os riscos em ordem decrescente em relação ao valor 
de GE. 
 Definir um valor de GE como ponto de corte para que os 
riscos com GE maior ou igual a esse valor sejam tratados e 
riscos com grau de exposição menor sejam apenas 
monitorados. 
 
O ponto de corte é apenas uma forma para priorizar riscos analisados 
no projeto. É importante nessa etapa considerar exceções, pois riscos 
com baixo GE podem necessitar opcionalmente de tratamento e riscos 
com alto GE podem ser opcionalmente desprezados, não necessitando 
de tratamento. 
 
Além dos procedimentos citados nessa atividade, é importante 
também: 
 Buscar itens de conhecimento relevantes para priorização de 
riscos; e 
 Verificar a priorização de riscos em projetos passados com 
características semelhantes ao projeto em questão.  
Referencial Teórico MPS.BR Guia de Implementação Parte 5 e CMMI-Dev. 
 
 
167 
 
 
 
Nome da Atividade Selecionar Estratégias de Tratamento de Riscos. 
Descrição Selecionar estratégias de tratamento de riscos para cada risco 
priorizado do projeto, visando eliminar ou diminuir sua probabilidade 
de ocorrência e seu impacto e, caso ocorra, minimizar suas 
consequências. 
Pré-atividade Priorizar Riscos. 
Critério de Entrada Riscos priorizados. 
Critério de Saída Riscos com estratégias de tratamento selecionadas. 
Responsáveis Gerente de Projeto. 
Participantes Gerente de Projeto, Equipe do Projeto, Clientes e demais interessados 
(stakeholders) considerados essenciais para a execução dessa 
atividade. 
Artefatos Requeridos Plano de Gerenciamento de Riscos e Lista de Riscos Priorizados. 
Artefatos Gerados Lista de Riscos com Estratégias de Tratamento Definidas.  
Procedimentos Estratégias de Tratamento de Riscos. 
Reuniões e Brainstormings. 
Sub-atividades - 
Pós-atividade Planejar Ações de Tratamento de Riscos 
Observações A seleção de estratégias de tratamento de riscos é um processo 
iterativo, pois a prioridade dos riscos pode mudar durante a realização 
do projeto e, consequentemente, as estratégias aplicadas também 
podem ser alteradas. Sendo assim, é importante revisar com 
frequência essa atividade.  
 
Além dos procedimentos citados nessa atividade, é importante 
também: 
 Buscar itens de conhecimento relevantes para a seleção de 
estratégias de tratamento de riscos; e 
 Verificar a seleção de estratégias de tratamento de riscos em 
projetos passados com características semelhantes ao projeto 
em questão. 
Referencial Teórico PMBOK, CMMI-Dev, PD ISO/IEC Guide 73 e ISO/IEC 16085. 
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Nome da Atividade Planejar Ações de Tratamento de Riscos. 
Descrição Planejar as ações necessárias para o tratamento de riscos, podendo ser 
elas ações de mitigação ou de contingência. 
Pré-atividade Selecionar Estratégias de Tratamento de Riscos. 
Critério de Entrada Riscos com estratégias de tratamento selecionadas que exigem o 
planejamento de ações de mitigação ou de contingência. 
Critério de Saída Ações de tratamento de riscos planejadas. 
Responsáveis Gerente de Projeto. 
Participantes Gerente de Projeto, Equipe do Projeto, Clientes e demais interessados 
(stakeholders) considerados essenciais para a execução dessa 
atividade. 
Artefatos Requeridos Plano de Gerenciamento de Riscos e Lista de Riscos com Estratégias 
de Tratamento Definidas. 
Artefatos Gerados Plano de Tratamento de Riscos.  
Procedimentos Diretrizes para a Definição de Limiares para Disparar Ações de 
Tratamento de Riscos. 
Sub-atividades Planejar as ações necessárias para o tratamento de riscos da seguinte 
forma: 
1. Para ações de mitigação: Definir a(s) ação(ões) a ser(em) 
realizada(s) e estabelecer um limiar para disparar a execução 
da(s) ação(ões). 
2. Para ações de contingência: Definir a(s) ação(ões) a ser(em) 
realizada(s). Não é necessário definir limiares para disparar a 
execução da(s) ação(ões), pois ela(s) deve(m) ser 
imediatamente executada(s) após a ocorrência do risco 
Pós-atividade Monitorar Riscos. 
Observações O planejamento de ações de tratamento de riscos é um processo 
iterativo, pois qualquer mudança realizada nas atividades anteriores a 
essa pode implicar em um novo planejamento das ações de tratamento 
de riscos. Sendo assim, é importante revisar com frequência essa 
atividade. 
 
Para cada risco que exige planejamento de ações de tratamento, uma 
entrada no plano de tratamento de riscos deve ser elaborada, contendo 
ações que serão executadas para tratar o risco em questão. Sendo 
assim, é importante que o Plano de Gerenciamento de Riscos 
contemple uma estratégia para disparar a execução de ações de 
tratamento de riscos. 
 
Além dos procedimentos citados nessa atividade, é importante 
também: 
 Buscar itens de conhecimento relevantes para o planejamento 
de ações de tratamento de riscos; e 
 Verificar o planejamento de ações de tratamento de riscos em 
projetos passados com características semelhantes ao projeto 
em questão. 
Referencial Teórico PMBOK MPS.BR Guia de Implementação Parte 5 e CMMI-Dev. 
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Nome da Atividade Monitorar Riscos. 
Descrição Monitorar periodicamente a situação de cada risco, verificando a 
necessidade de atualizá-los, e implementar os planos de tratamento de 
risco quando necessários.  
Pré-atividade Identificar Riscos 
Critério de Entrada Planejamento preliminar da Gerência de Riscos, riscos identificados e 
projeto em execução. 
Critério de Saída Resultados do monitoramento registrados. 
Responsáveis Gerente de Projeto. 
Participantes Gerente de Projeto. 
Artefatos Requeridos Plano de Gerenciamento de Riscos e Plano de Riscos. 
Artefatos Gerados Plano de Riscos atualizado e Relatório de Acompanhamento do Plano 
de Riscos. 
Procedimentos - 
Sub-atividades - 
Pós-atividade - 
Observações Periodicamente deve-se realizar a monitoração dos riscos. Durante o 
monitoramento, deve-se verificar a necessidade da execução de planos 
de tratamento de riscos, de acordo com a estratégia definida para 
disparar as ações de tratamento de riscos. É importante que o Plano de 
Gerenciamento de Riscos contemple os intervalos nos quais a situação 
de cada risco deva ser reexaminada.  
Nessa atividade é importante verificar o surgimento de novos riscos, a 
necessidade de alterar informações dos riscos identificados 
(probabilidade, impacto, consequências, estratégias de tratamento 
selecionadas e ações planejadas) e o desaparecimento de riscos 
existentes. 
Ainda nessa atividade, é necessário informar quais riscos ocorreram. 
O Plano de Riscos é um documento contento informações detalhadas 
sobre cada risco identificado no projeto, tais como: 
 Nome 
 Categoria (caso utilize para organizar riscos) 
 Probabilidade 
 Impacto 
 Grau de Exposição 
 Prioridade 
 Estratégias de Tratamento Selecionadas 
 Ações de Tratamento Planejadas, incluindo também o 
andamento das mesmas e o responsável por executá-las. 
 Indicação de que o risco ocorreu ou não. 
Além disso, o Plano de Risco pode contemplar também o Plano de 
Gerenciamento de Riscos e Relatórios das Ações de Tratamento de 
Riscos. 
O Relatório de Acompanhamento é um documento contento 
informações sobre as alterações realizadas da última versão do Plano 
de Riscos para versão atual. 
Referencial Teórico PMBOK, MPS.BR Guia de Implementação Parte 5, ISO/IEC 16085, 
ISO/IEC 12207 e CMMI-Dev. 
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Nome da Atividade Acompanhar Ações de Tratamento de Riscos. 
Descrição Acompanhar as ações de tratamento de riscos, verificando o 
andamento de cada ação desde o início de sua execução até o seu 
término. 
Pré-atividade Monitorar Riscos. 
Critério de Entrada Ações de tratamento de riscos disparadas. 
Critério de Saída Resultados do acompanhamento registrados. 
Responsáveis Gerente de Projeto. 
Participantes Equipe do Projeto. 
Artefatos Requeridos Plano de Riscos 
Artefatos Gerados Relatório das Ações de Tratamento de Riscos.  
Procedimentos - 
Sub-atividades - 
Pós-atividade - 
Observações É importante definir para cada ação um responsável pela sua 
execução. 
 
Uma ação deve ser acompanhada desde seu início de execução até o 
seu término, sendo importante também verificar se os objetivos foram 
alcançados com sua realização. 
 
O Relatório das Ações de Tratamento de riscos é um documento que 
visa apresentar informações sobre as ações de tratamento de riscos 
aplicadas, o andamento das mesmas, seus responsáveis e a eficiência 
de cada uma, no sentido de saber se os objetivos foram alcançados. 
Referencial Teórico MPS.BR Guia de Implementação Parte 5 e CMMI-Dev. 
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APÊNDICE C - ESTRATÉGIAS DE TRATAMENTO DE RISCOS 
 
Apesar de grande parte das referências bem conhecidas da área de gerenciamento de 
riscos sugerirem o uso de estratégias de tratamento de riscos, é possível encontrar certa 
divergência entre as nomenclaturas e definições encontradas, o que pode causar dificuldade 
em definir quais estratégias realmente podem ser selecionadas para o tratamento de riscos 
dentro de uma organização.  
O objetivo deste documento é apresentar definições de estratégias de tratamento de 
riscos encontradas em referências relevantes na área de gerenciamento de riscos, bem como 
análises das mesmas, tendo como finalidade obter um consenso entre as definições 
encontradas, gerando uma proposta das estratégias de tratamento de riscos a serem adotadas. 
Na Seção C.1 são apresentadas as definições encontradas com suas respectivas análises. Já a 
Seção C.2 tem como objetivo mostrar a proposta das estratégias de tratamento de riscos 
estabelecida. A Seção C.3 apresenta as considerações finais deste documento. 
  
C.1 ANÁLISE DAS ESTRATÉGIAS DE TRATAMENTO DE RISCOS 
ENCONTRADAS NA LITERATURA 
Nesta seção são apresentadas as definições de estratégias de tratamento de riscos 
encontradas em referências importantes da área de gerenciamento de riscos, bem como a 
análise das mesmas. 
 
C.1.1 Estratégias de Tratamento de Riscos segundo o CMMI 
Segundo o CMMI (SEI, 2006), o plano de tratamento para um dado risco contempla 
técnicas e métodos utilizados para evitar, reduzir e controlar a probabilidade de ocorrência do 
risco, a extensão do dano provocado se o risco ocorrer ou ambos. Os riscos são monitorados e 
quando ultrapassam os limiares estabelecidos, planos de mitigação de riscos são executados 
para retornar o grau de exposição do risco a um nível aceitável. Planos de mitigação e de 
contingência são normalmente gerados somente para os riscos cujos graus de exposição são 
identificados como altos. Outros riscos podem ser aceitos e simplesmente monitorados. Em 
relação às opções de tratamento de riscos, geralmente há as seguintes alternativas (SEI, 
2006):  
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 Evitar: Mudança ou diminuição de requisitos durante o levantamento das 
necessidades do usuário; 
 Controlar: Execução de ações para minimizar riscos; 
 Transferir: Realocação de requisitos de design para diminuir os riscos; 
 Monitorar: Observação e reavaliação periódica do risco e mudança de parâmetros 
dos riscos atribuídos; 
 Aceitar: Reconhecer o risco, mas não tomar nenhuma ação. Essa opção de 
tratamento é geralmente usada quando o grau de exposição do risco é considerado 
muito baixo para mitigação ou quando não é viável reduzi-lo. Quando um risco é 
aceito, é importante documentar o raciocínio lógico dessa decisão.   
De acordo com o CMMI, riscos devem ser aceitos, por exemplo, quando são 
considerados baixos ou com tratamentos inviáveis.  
 
C.1.2 Análise das Estratégias de Tratamento de Riscos citadas no CMMI 
As opções de tratamento de riscos definidas no CMMI indicam cinco estratégias de 
tratamento de riscos: Evitar, Controlar, Transferir, Monitorar e Aceitar. Apesar das 
definições das estratégias Evitar e Transferir parecerem estar mais para uma descrição de 
um exemplo do que propriamente para uma definição, é possível ter um entendimento do 
objetivo das mesmas através do significado dos termos Evitar e Transferir que, 
respectivamente, trazem a ideia de eliminar riscos, evitando que os mesmos ocorram, e 
transferir riscos, repassando a responsabilidade da gerência dos riscos para outra parte. A 
definição da estratégia Monitorar indica que existe um tratamento mínimo para determinados 
riscos, no qual os mesmos são apenas observados e reavaliados. Isso é útil para casos em que 
inicialmente não se deseja estabelecer ações para tratar o risco, mas é necessário observá-lo a 
fim de verificar se futuramente ações deverão ser definidas. A estratégia Aceitar, que está 
bem definida e explicada, é aplicada para simplesmente ignorar/desprezar riscos identificados 
no projeto, sem se quer ter um mínimo nível de monitoramento. Geralmente riscos são aceitos 
quando possuem grau de exposição baixo ou é inviável tratá-los. Já em relação à definição da 
estratégia Controlar, não fica claro o significado da expressão “minimizar riscos”, se é 
minimizar o grau de exposição dos riscos ou minimizar as consequências geradas pela 
ocorrência dos mesmos. Como o CMMI cita a utilização de planos de mitigação e planos de 
contingência, é possível notar que, embora não esteja de forma clara na definição das 
estratégias de tratamento de riscos, a estratégia Controlar pode ser utilizada tanto para 
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minimizar o grau de exposição do risco (mitigação) quanto para minimizar o efeito das 
consequências geradas caso o mesmo ocorra (contingência).  
 
C.1.3 Estratégias de Tratamento de Riscos segundo a Norma ISO/IEC 16085 
O padrão ISO/IEC 16085 (ISO/IEC, 2006), não entra muito em detalhes sobre a 
definição de estratégias para o tratamento de riscos. Existe uma parte específica no padrão que 
trata apenas das definições dos termos utilizados no padrão. Nessa parte, é citado que 
medidas para o tratamento de riscos podem incluir Evitar, Otimizar, Transferir ou Reter 
o risco. Tais estratégias são baseadas no PD ISO/IEC Guide 73 (ISO/IEC, 2002). O padrão 
ISO/IEC 16085 cita também, não mais na parte de definição dos termos utilizados, que 
alternativas de tratamento de riscos devem ser consideradas para reduzir ou eliminar 
riscos. Para cada risco que está acima de seu limiar (condição que dispara ações de 
stakeholders), uma estratégia de tratamento de risco, tal como eliminar o risco, reduzir a 
probabilidade de ocorrência ou severidade de consequência do risco ou aceitar o risco, 
deve ser definida e documentada. Além disso, planos de contingência podem ser definidos 
para todos os riscos acima de seus limiares. O padrão também informa que o tratamento de 
risco deve ser realizado, visando tratar riscos somente quando for viável, a fim de reduzir seus 
graus de exposição. 
 
C.1.4 Análise das Estratégias de Tratamento de Riscos encontradas na Norma ISO/IEC 
16085 
Na ISO/IEC 16085, há estratégias de tratamento de riscos definidas tanto na parte 
do padrão que trata de definições dos termos utilizados quanto nas partes do documento que 
falam sobre tratamento de riscos. Na parte que trata de definições dos termos utilizados, é 
possível notar que quatro estratégias são citadas de forma clara, sendo elas Evitar, Otimizar, 
Transferir ou Reter. Um melhor entendimento sobre essas estratégias podem ser encontradas 
no PD ISO/IEC Guide 73, este discutido na Seção B.1.11. Já na parte do padrão que fala 
sobre atividades de tratamento de riscos, três estratégias de tratamento de riscos são 
indicadas, sendo elas eliminar, reduzir a probabilidade de ocorrência ou severidade de 
consequência ou aceitar. Embora não haja definições explícitas, as duas primeiras estratégias 
podem ser compreendidas associando o significado das palavras utilizadas com o contexto no 
qual elas se encontram, ou seja, pode-se induzir que a primeira estratégia seja aplicada para 
eliminar a possibilidade de um risco ocorrer e a segunda para minimizar a probabilidade de 
ocorrência ou impacto de um risco, ou seja, minimizar o grau de exposição. A estratégia 
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aceitar fica muito vaga, pois além de não ter uma definição explícita, o próprio termo 
“aceitar” parece não fornecer significado suficiente para interpretar realmente a finalidade da 
estratégia. Porém, é citado que planos de contingência devam ser definidos para riscos acima 
de seus limiares e que o tratamento de um risco só deva ser realizado quando viável. Com 
isso, a estratégia aceitar pode ser interpretada tanto para aceitar que um risco ocorra e 
nenhuma ação seja realizada, pois é inviável seu tratamento, quanto para aceitar que um risco 
ocorra e planos de contingência sejam executados para minimizar suas consequências.  
 
C.1.5 Estratégias de Tratamento de Riscos segundo o PMBOK 
No Guia do Conjunto de Conhecimentos em Gerenciamento de Projetos (Guia 
PMBOK) (PMI, 2004), estratégias de tratamento de riscos são definidas tanto para riscos 
negativos ou ameaças quanto para riscos positivos ou oportunidades. As estratégias para 
riscos negativos ou ameaças são: 
 Prevenir: Prevenir riscos implica em mudanças no plano de gerenciamento do 
projeto com o objetivo de eliminar a ameaça apresentada, isolar os objetivos do 
projeto do impacto do risco ou flexibilizar o objetivo que está sendo ameaçado.  
 Transferir: Transferir riscos é passar o impacto negativo de uma ameaça para 
terceiros, juntamente com a propriedade da resposta. Ou seja, outra parte 
simplesmente assume a responsabilidade de gerenciar o risco transferido. Essa 
estratégia não elimina riscos. 
 Mitigar. Mitigar riscos exige a redução da probabilidade e/ou impacto de um 
evento de risco adverso até um nível aceitável. 
Já as estratégias para riscos positivos ou oportunidades são:  
 Explorar: Eliminar a incerteza que existe em um risco positivo, fazendo com que 
a oportunidade definitivamente aconteça. 
 Compartilhar: Atribuir o risco positivo a terceiros para que possam capturar 
melhor a oportunidade em benefício do projeto. 
 Melhorar: Aumentar a probabilidade e/ou impacto, identificando e maximizando 
os principais acionadores do risco positivo.  
Outra estratégia citada pelo PMBOK, Aceitar, pode ser utilizada tanto para aceitar 
riscos negativos quanto para positivos. Utilizar a estratégia Aceitar indica que a equipe do 
projeto decidiu não mudar o plano de gerenciamento do projeto para tratar um risco ou que 
não consegue identificar estratégias de resposta adequadas. Essa estratégia pode ser Ativa, 
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que exige alguma ação, ou Passiva, que não exige nenhuma ação. A estratégia de Aceitar 
Ativamente mais comum é definir reservas para contingências, incluindo quantidades de 
tempo, dinheiro e recursos necessários para tratar as ameaças ou oportunidades conhecidas.  
Ainda é citado que Estratégias para Respostas Contingenciadas podem ser 
implementadas caso determinados riscos ocorram, enquanto riscos com baixo grau de 
exposição podem não exigir nenhuma ação de gerenciamento pró-ativo, devendo ser apenas 
monitorados.   
  
C.1.6 Análise das Estratégias de Tratamento de Riscos encontradas no PMBOK 
As estratégias para riscos negativos ou ameaças, Prevenir, Transferir e Mitigar, 
parecem estar bem definidas no PMBOK. Como não é foco desse trabalho o tratamento de 
riscos positivos ou oportunidades, as estratégias para riscos positivos ou oportunidades 
estabelecidas pelo PMBOK não foram analisadas.  
O PMBOK cita que riscos com baixo grau de exposição podem não exigir ações de 
tratamento, devendo ser apenas monitorados. Com isso, pode-se concluir que existe 
implicitamente uma estratégia utilizada para Monitorar riscos, ou seja, para apenas observá-
los, sendo aplicada normalmente para riscos com baixo grau de exposição. Embora as 
estratégias Monitorar riscos e Aceitar Passivamente sejam aplicadas com o objetivo de não 
realizar nenhuma ação para o tratamento do risco, a diferença entre elas é que uma é utilizada 
normalmente para riscos com baixo grau de exposição e outra quando é impossível eliminar o 
risco ou seu tratamento é inviável.  
Por fim, há certa dificuldade em entender a diferença entre a estratégia Aceitar 
Ativamente e Estratégias para Respostas Contingenciadas definidas pelo PMBOK, pois as 
duas contemplam a aplicação de ações de contingência.  
 
C.1.7 Estratégias de Tratamento de Riscos segundo o MPS.BR 
No Guia de Implementação do MPS.BR, Parte 5 (SOFTEX, 2009), apenas três 
estratégias de tratamento de riscos são citadas, a saber Aceitar, Transferir ou Evitar, mas 
nenhuma definição formal para as mesmas é detalhada. Porém, as seguintes afirmações são 
encontradas em (SOFTEX, 2009): 
A01. Geralmente não é possível tratar todos os riscos com boa relação custo/benefício, 
sendo importante escolher um subconjunto dos mesmos, no qual riscos com maior 
grau de exposição são os principais candidatos.  
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A02. É possível evitar um risco através de planos de mitigação ou aceitá-los, mas, 
neste caso, deve-se estar preparado. Planos de mitigação devem ser executados antes 
que o risco ocorra para reduzir sua probabilidade e/ou impacto.  
A03. Planos de contingência devem ser desenvolvidos para garantir que se esteja 
preparado caso o risco ocorra.  
A04. Ao priorizar riscos, é importante considerar o grau de dificuldade para realizar 
ações de mitigação associadas ao risco, pois em alguns casos pode ser inviável tratá-lo 
apesar de seu alto grau de exposição. 
 
C.1.8 Análise das Estratégias de Tratamento de Riscos citadas pelo MPS.BR 
No MPS.BR, há a citação explícita de apenas três estratégias de tratamento de riscos: 
Aceitar, Transferir ou Evitar, mas nenhuma definição é apresentada. Porém, a partir de 
afirmações encontradas no Guia de Implementação do MPS.BR, é possível extrair estratégias 
implícitas que complementam as estratégias explícitas citadas. 
Com a afirmação A02, está claro que o termo “evitar” está associado com a mitigação 
de riscos e o termo “aceitar” com a ideia de aceitar que riscos ocorram. Logo, com essa 
perspectiva, é possível chegar à conclusão que a estratégia Evitar é utilizada para mitigar 
riscos e a estratégia Aceitar é usada para aceitar a ocorrência de riscos. 
Embora a afirmação A01 esteja relacionada com a atividade de priorização de riscos, 
pode-se concluir que há uma estratégia a ser utilizada para somente monitorar riscos, não 
realizando nenhuma ação, pois, por questões de disponibilidade de recursos, normalmente não 
é viável planejar e executar ações de tratamento para todos os riscos identificados, tratando 
apenas riscos com maior grau de exposição. Essa estratégia pode estar alinhada com a 
estratégia Aceitar, pois, de qualquer forma, nenhuma ação é realizada para o tratamento do 
risco, o que significa que ele está sendo aceito.  
A afirmação A02 indica que existe uma estratégia para reduzir o grau de exposição do 
risco, mas fica difícil saber se essa estratégia pode ser considerada também como uma 
estratégia para eliminá-lo, pois nada impede que a probabilidade e o impacto sejam reduzidos 
a zero, o que, na verdade, significa a eliminação do risco. Como a aplicação dessa estratégia 
significa reduzir o grau de exposição do risco, ela está alinhada com a estratégia Evitar. 
Já a partir da afirmação A03, pode-se concluir que existe uma estratégia para tratar a 
ocorrência dos riscos através do desenvolvimento de planos de contingência. Sendo assim, 
utilizar essa estratégia implica em se preparar para a ocorrência do risco. Logo, essa estratégia 
também pode estar alinhada com a estratégia explícita Aceitar.  
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Com a afirmação A04, conclui-se que existe uma estratégia a ser utilizada para 
desprezar o risco, não realizando nenhuma ação, pois, mesmo com alto grau de exposição, o 
seu tratamento é inviável. Essa estratégia está alinhada com a estratégia Aceitar, pois 
nenhuma ação de tratamento é realizada e, dessa forma, o risco não deixa de ser aceito. 
Como não existe nenhuma definição explícita para a estratégia Transferir, nem 
mesmo afirmações que a complementem, uma forma de tentar compreendê-la é entender o 
significado da palavra “transferir” dentro do contexto de estratégias de tratamento de riscos. 
Logo, a estratégia Transferir pode ser aplicada com objetivo de transferir o gerenciamento 
do risco para outra parte responsável. 
 
C.1.9 Estratégias de Tratamento de Riscos segundo a Norma NBR ISO 10006 
Na norma NBR ISO 10006 (ABNT, 2000) é citado que, para desenvolver planos para 
reagir aos riscos, soluções podem ser geradas com o objetivo de eliminar, atenuar, 
transferir ou aceitar riscos. Além disso, quando um risco identificado necessita de um plano 
de contingência, convém verificar se efeitos indesejáveis poderão ocorrer com a 
implementação do plano. Para riscos conscientemente aceitos, convém também que as razões 
para a sua aceitação sejam documentadas. 
 
C.1.10 Análise das Estratégias de Tratamento de Riscos encontradas na Norma NBR 
ISO 10006 
As estratégias para reagir aos riscos – Eliminar, Atenuar, Transferir e Aceitar 
riscos – encontradas na NBR ISO 10006, apesar de seguirem uma nomenclatura parcialmente 
similar a outras normas, não são claramente definidas, pois o padrão não entra muito em 
detalhes, ficando difícil obter alguma conclusão. Dessa forma, resta ao leitor entender os 
termos utilizados conforme definições encontradas em dicionários, fazendo associações ao 
contexto no qual os termos se encontram.  
Em relação às estratégias Eliminar, Atenuar e Transferir, um entendimento a que se 
pode chegar é que as mesmas sejam aplicadas, respectivamente, para eliminar a possibilidade 
de ocorrência do risco, reduzir seu grau de exposição e transferir seu gerenciamento para 
terceiros. A compreensão da estratégia Aceitar fica um pouco prejudicada, pois a norma cita 
a utilização de planos de contingência, mas nada fala sobre aceitar riscos sem realizar ações 
de tratamento, detalhando os casos nos quais riscos geralmente são aceitos. 
Além disso, a NBR ISO 10006, que trata sobre qualidade de gerenciamento de 
projetos, faz poucas considerações sobre a parte de gerenciamento de riscos.  
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C.1.11 Estratégias de Tratamento de Riscos o Guia ISO/IEC 73 
De acordo com PD ISO/IEC Guide 73 (ISO/IEC, 2002), medidas de tratamento de 
riscos podem incluir: 
 Evitar: Implica em decidir não se envolver ou fugir de uma situação de risco.  
 Otimizar: Tem como objetivo minimizar as probabilidades e consequências 
negativas de um risco e maximizar as positivas.  
 Transferir: Significa compartilhar com outra parte as perdas ou os benefícios de 
um risco.  
 Reter: Envolve aceitar o custo da perda ou o benefício do ganho de um risco.  
Essa estratégia inclui a aceitação de riscos que não foram identificados. 
Ainda de acordo com o PD ISO/IEC Guide 73, a atividade de avaliação de riscos pode 
ser utilizada para auxiliar na decisão de aceitar ou tratar um risco. 
 
C.1.12 Análise das Estratégias de Tratamento de Riscos encontradas no Guia ISO/IEC 
73 
De acordo com as medidas de tratamento de riscos apresentadas no PD ISO/IEC 
Guide 73, Evitar, Otimizar, Transferir e Reter, é possível notar que o padrão trata tanto de 
riscos considerados como ameaças quanto riscos considerados como oportunidades.  As 
estratégias Evitar, Transferir e Reter estão bem definidas, apresentando, respectivamente, 
objetivos para eliminar a possibilidade de ocorrência do risco, transferir seu gerenciamento e 
apenas aceitar sua ocorrência. Porém, em relação à estratégia Reter, seria importante 
justificar quando um risco é aceito, como, por exemplo, devido ao seu alto custo de 
tratamento e/ou ao seu baixo grau de exposição. A estratégia Otimizar, quando relacionada a 
riscos negativos, parece contemplar tanto estratégias para mitigar riscos quanto para aplicar 
ações de contingência.  
O padrão PD ISO/IEC Guide 73 é um guia de termos utilizados no contexto de 
gerenciamento de riscos. Com isso, um melhor entendimento das definições apresentadas é 
compreendido através de exemplos citados em outros documentos que o utilizam como 
referência.   
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C.1.13 Estratégias de Tratamento de Riscos segundo a ISO FDIS 31000 
De acordo com a ISO FDIS 31000 (ISO, 2008), o tratamento de riscos envolve 
selecionar uma ou mais opções para modificar riscos e implementar as opções escolhidas. 
Opções de tratamento de riscos não são mutuamente exclusivas ou apropriadas em todas as 
circunstâncias. Elas podem incluir: 
E01. Evitar o risco através da decisão de não iniciar ou continuar uma atividade que 
origina o risco; 
E02. Procurar uma oportunidade através da decisão de iniciar ou continuar uma 
atividade que provavelmente criará ou aumentará o risco; 
E03. Eliminar a fonte do risco;  
E04. Alterar a natureza e a magnitude da probabilidade;  
E05. Alterar as consequências;  
E06. Compartilhar o risco com outras partes; 
E07. Manter o risco por escolha. 
 
Conforme a ISO FDIS 31000, as opções de tratamento podem ser aplicadas tanto 
individualmente quanto em combinações. Se recursos para tratamento de risco são limitados, 
o plano de tratamento deve claramente identificar a ordem de prioridade na qual os 
tratamentos de riscos devem ser implementados. 
 
C.1.14 Análise das Estratégias de Tratamento de Riscos encontradas na ISO DIS 31000 
É possível notar que o padrão indica algumas opções de tratamento de riscos. Não 
há, de certa forma, um conjunto de estratégias de tratamento de riscos bem estabelecido e 
explícito, como acontece em boa parte das referências relevantes da área de gerenciamento de 
riscos. Além disso, a ISO DIS 31000 cita que opções de tratamento de riscos não são 
exclusivas ou apropriadas em todas as circunstâncias, o que leva a entender que a quantidade 
de estratégias de tratamento de riscos não é algo limitável, ou seja, não existe uma quantidade 
pré-estabelecida de estratégias de tratamento de riscos a serem utilizadas, cabendo analisar o 
caso de cada risco e estabelecer um tratamento. 
A ISO DIS 31000 cita que opções de tratamento de riscos podem ser aplicadas tanto 
individualmente quanto em combinação. Isso é importante, pois em alguns casos, por 
exemplo, é necessário não só mitigar riscos, mas também estabelecer ações de contingência, 
caso os mesmos ocorram. 
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A ISO DIS 31000 ainda não é uma versão final de um padrão e, com isso, pode ser 
que a definição sobre estratégias de tratamento de riscos ainda seja alterada. 
  
C.1.15 Estratégias de Tratamento de Riscos segundo (FARIAS, 2002) 
Conforme apresentado em (FARIAS, 2002), é necessário estabelecer a estratégia de 
tratamento de cada risco a ser utilizada. O gerente de projeto pode escolher dentre as 
seguintes estratégias: 
 Evitar: Implica em rever as decisões feitas durante o planejamento do projeto, 
mudando condições que sejam potenciais causadoras do risco tratado. Às vezes, 
evitar um risco em uma área pode aumentar outro risco em outra.   
 Transferir: Envolve transferir potenciais problemas para outras áreas de 
responsabilidade. A transferência deve ser feita com o objetivo de reduzir o risco e 
é importante considerar que transferir o risco não significa eliminá-lo. 
 Assumir: Implica em aceitar o risco e monitorá-lo ao longo do projeto. Para cada 
risco assumido, um plano de mitigação deve ser desenvolvido para reduzir sua 
probabilidade, seu impacto, ou ambos. Para o risco assumido, é importante 
também um plano de contingência com o objetivo de especificar ações caso o risco 
ocorra. Além disso, o gerente de projeto deve fazer uma análise custo/benefício 
para cada risco assumido, pois se a exposição ao risco é menor que o custo da sua 
mitigação, então é melhor não mitigá-lo e sim monitorá-lo ao longo do projeto. 
 
C.1.16 Análise das Estratégias de Tratamento de Riscos encontradas em (FARIAS, 
2002) 
Somente três estratégias de tratamento de riscos são apresentadas em (FARIAS, 2002), 
a saber: Evitar, Transferir e Assumir. As estratégias Evitar e Transferir estão bem 
estabelecidas, tendo como objetivo eliminar o risco e transferir seu gerenciamento, 
respectivamente. É possível notar que estratégia Assumir é utilizada para vários casos, sendo 
eles: (1) mitigar riscos a fim de reduzir probabilidades e/ou impactos; (2) desenvolver ações 
de contingência, caso o risco ocorra; e (3) monitorar riscos, não realizando nenhuma ação, 
devido à inviabilidade de sua mitigação. Além disso, no caso (3), somente se fala sobre 
inviabilidade de mitigação, mas nada sobre inviabilidade de desenvolvimento de ações de 
contingência.  
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C.1.17 Estratégias de Tratamento de Riscos encontradas em (GUSMÃO, 2007) 
Já em (GUSMÃO, 2007), estratégias para o tratamento de riscos são definidas da 
seguinte forma:      
 Quando um risco é aceitável, três estratégias podem ser utilizadas: 
o Mitigar: Tem o objetivo de reduzir a probabilidade e o impacto do evento 
de risco a níveis aceitáveis. 
o Transferir: Tem a finalidade de transferir o risco e suas consequências 
para uma terceira parte. O risco não é eliminado, porém seu gerenciamento 
é feito por outra pessoa ou entidade.  
o Aceitar: Significa que nenhuma ação será executada para mitigar ou evitar 
o risco e as consequências geradas pela sua ocorrência serão suportadas. 
Nesse tipo de estratégia, é comum o desenvolvimento de um plano de 
contingência. 
 Quando um risco não é aceitável, apenas uma estratégia pode ser utilizada: 
o Evitar: Tem o objetivo de eliminar o risco por completo, a causa de seu 
evento, ou até mesmo modificar o plano de projeto para proteger os 
objetivos do projeto. 
Além das estratégias definidas de forma explícita, Gusmão (2007) diz que às vezes 
uma determinada estratégia não pode ser utilizada devido ao seu custo de execução ser mais 
alto do que o custo da ocorrência do risco. Também é citado que riscos considerados mais 
críticos devem ser tratados prioritariamente, pois a implementação de alternativas de 
tratamento requer disponibilidade de recursos, sendo esta, por sua vez, limitada. 
 
C.1.18 Análise das Estratégias de Tratamento de Riscos encontradas em (GUSMÃO, 
2007) 
 Quatro estratégias para o tratamento de riscos são apresentadas em (GUSMÃO, 
2007), a saber: Mitigar, Transferir, Aceitar e Evitar. As estratégias Mitigar, Transferir e 
Evitar estão bem definidas, apresentando objetivos para reduzir o grau de exposição do risco, 
transferir seu gerenciamento e eliminar a possibilidade de sua ocorrência, respectivamente. A 
definição da estratégia Aceitar leva a concluir que o risco não será mitigado ou evitado, 
podendo somente ser aceito com ou sem o planejamento de ações de contingência Contudo, 
um problema que se pode ter com essa abordagem é que ela não contempla o planejamento de 
ações de mitigação e contingência ao mesmo tempo para o tratamento de um risco, caso muito 
comum no gerenciamento de riscos.  
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É importante notar que as estratégias de tratamento de riscos descritas em (GUSMÃO, 
2007) são divididas em dois grupos: (i) estratégias para riscos aceitáveis e (ii) estratégias para 
riscos não aceitáveis. A ideia de considerar riscos como “aceitáveis” em (GUSMÃO, 2007) 
leva a entender que tais riscos são toleráveis pela organização, ou seja, mesmo ocorrendo, 
suas consequências podem ser suportadas. Já riscos considerados como “não aceitáveis” 
indicam que tais riscos não são toleráveis pela organização e suas consequências não são 
suportadas, sendo necessário definir estratégias que eliminem a probabilidade de ocorrência 
desses riscos.  
 
C.2 PROPOSTA DE ESTRATÉGIAS DE TRATAMENTO DE RISCOS 
A revisão bibliográfica apresentada na seção anterior foi realizada com a finalidade de 
fornecer uma base para definir as estratégias de tratamento de riscos a serem utilizadas neste 
trabalho.  
É possível notar a existência de várias referências da área de gerenciamento de riscos 
que fornecem definições e orientações sobre a utilização de estratégias de tratamento de 
riscos. Porém, conforme observado, as estratégias de tratamento de riscos encontradas, muitas 
vezes, divergem principalmente nas terminologias utilizadas. As definições encontradas, 
contudo, geralmente convergem em uma mesma abordagem. A dificuldade encontrada é que, 
apesar de existirem definições explícitas sobre estratégias de tratamento de riscos, existem 
também informações que são complementares às estratégias explícitas, sendo encontradas 
muitas das vezes em partes aleatórias dos textos das referências utilizadas. Além disso, 
existem referências que generalizam várias estratégias de tratamento de riscos, fazendo com 
que uma única estratégia contemple abordagens de várias subestratégias e isso, de certa 
forma, causa confusão no entendimento e na clareza da estratégia.  
Com base na revisão bibliográfica realizada, foram estabelecidas as estratégias de 
tratamento de riscos a serem utilizadas neste trabalho, tendo como premissas não se distanciar 
das definições e terminologia encontradas, bem como gerar uma convergência das abordagens 
utilizadas pelas referências.  
Sendo assim, as seguintes estratégias foram estabelecidas: 
 Aceitar: Não realizar nenhuma ação para o tratamento do risco. A aplicação dessa 
estratégia significa simplesmente ignorar a existência do risco e arcar com suas 
consequências, caso o mesmo ocorra. Ao selecionar essa estratégia, é necessário 
justificar a razão para a sua escolha. 
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 Monitorar: Apenas monitorar e observar o risco ao longo do projeto, sem realizar 
nenhuma ação para o seu tratamento. Essa estratégia é útil quando 
temporariamente não se deseja tratar o risco, mas apenas observar seu 
comportamento ao longo do projeto, verificando a necessidade de futuramente 
adotar outra estratégia para tratá-lo. Mesmo assim, utilizar essa estratégia significa 
em arcar com as consequências do risco, caso o mesmo ocorra. Ao selecionar essa 
estratégia, é necessário justificar o raciocínio utilizado para sua escolha. 
 Reagir: Executar ações para minimizar as consequências geradas pela ocorrência 
do risco. Ao selecionar essa estratégia, é necessário planejar ações de contingência 
e justificar a razão pela qual foi escolhida. As ações de contingência planejadas 
somente devem ser executadas após a ocorrência do risco.  
 Transferir: Transferir o gerenciamento do risco e suas consequências para 
terceiros. O uso dessa estratégia não significa a eliminação do risco. 
 Eliminar: Eliminar o risco por completo, suas causas, ou até mesmo modificar o 
plano do projeto a fim de eliminar as potenciais condições causadoras do risco 
tratado.  
 Mitigar: Reduzir a probabilidade e/ou impacto do risco a níveis aceitáveis através 
da execução de ações para tal finalidade. Ao selecionar essa estratégia, ações de 
mitigação devem ser planejadas, sendo importante também a definição de limiares 
para disparar o início da execução das ações de mitigação. Essa estratégia pode ser 
aplicada em combinação com a estratégia Reagir, permitindo que ações de 
contingência sejam planejadas e executadas para reduzir as consequências geradas, 
caso o risco realmente ocorra. 
 
Conforme dito anteriormente, as estratégias definidas acima foram estabelecidas tendo 
como base as estratégias encontradas na referência bibliográfica apresentada na Seção C.1. 
Sendo assim, as estratégias propostas nesse trabalho estão alinhadas, ou parcialmente 
alinhadas, com algumas estratégias encontradas na literatura, a saber: 
 A estratégia Aceitar proposta está alinhada com as estratégias Aceitar (CMMI), 
Reter (PD ISO/IEC Guide 73), Aceitar (GUSMÃO, 2007) e Aceitar 
Passivamente (PMBOK); 
 A estratégia Monitorar proposta está alinhada com a estratégia Monitorar do 
CMMI; 
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 A estratégia Reagir proposta está alinhada com a estratégia Aceitar Ativamente 
do PMBOK; 
 A estratégia Eliminar proposta está alinhada com as estratégias Evitar (CMMI), 
Prevenir (PMBOK), Eliminar (ISO/IEC 16085), Evitar (PD ISO/IEC Guide 73), 
Evitar (FARIAS, 2002) e Evitar (GUSMÃO, 2007); 
  A estratégia Transferir proposta está alinhada com a estratégia Transferir 
(CMMI), Transferir (PMBOK), Transferir (PD ISO/IEC Guide 73), Transferir 
(FARIAS, 2002) e Transferir (GUSMÃO, 2007); 
 A estratégia Mitigar proposta está alinhada com a estratégia Mitigar (PMBOK), 
Reduzir (ISO/IEC 16085) e Mitigar (GUSMÃO, 2007); 
 
É importante citar que essas relações são descritas com a intenção de apontar as bases 
para a definição das estratégias de tratamento de riscos propostas neste trabalho. 
Como não faz parte do escopo deste documento o gerenciamento de riscos positivos 
(oportunidades), é importante lembrar que as estratégias de tratamento de riscos propostas são 
específicas e exclusivas para o tratamento de riscos negativos (ameaças).  
 
C.3 CONSIDERAÇÕES FINAIS 
As estratégias de tratamento de riscos são muito importantes para a gestão de riscos, 
pois elas estabelecem uma melhor orientação de como os riscos devem ser tratados, além de 
padronizar a forma como o tratamento deve ser realizado. Apesar de existirem muitas 
referências na área de gerenciamento de riscos, é possível notar que várias abordagens podem 
ser encontradas para a definição de estratégias de tratamento de riscos, dificultando, muitas 
vezes, o trabalho de organizações em estabelecer quais estratégias a serem utilizadas na 
gestão de riscos. 
 A intenção deste documento é, através de uma revisão bibliográfica, tentar estabelecer 
um conjunto de estratégias de tratamento de riscos a ser utilizado dentro de uma organização, 
tentando, de certa forma, não se distanciar muito das terminologias e abordagens já existentes. 
Para cada referência apresentada na seção 2, foi feita uma análise das definições de estratégias 
de tratamento de riscos com a intenção de entendê-las e, assim, chegar a um consenso e gerar 
a proposta de estratégias de tratamento de riscos a ser adotada. 
É válido citar que, com as análises realizadas na Seção C.2, não é intenção deste 
trabalho enaltecer ou criticar as definições de estratégias de tratamento de riscos encontradas, 
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mas sim tentar entendê-las e gerar uma proposta de estratégias de tratamento de riscos a ser 
utilizada por organizações. 
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APÊNDICE D - DIRETRIZES PARA A DEFINIÇÃO DE LIMIARES 
PARA DISPARAR AÇÕES DE TRATAMENTO DE RISCOS 
  
Atualmente, é possível encontrar uma quantidade considerável de referências sobre 
estratégias de tratamento de riscos, mas muito pouco sobre como saber quando ações de 
tratamento de riscos planejadas devem ser iniciadas.  
 Normalmente, após a identificação, avaliação e priorização dos riscos do projeto, é 
necessário selecionar estratégias de tratamento de riscos que serão aplicadas e, a partir desse 
momento, planejar ações de tratamento necessárias a serem executadas. Até esse ponto, 
somente é possível saber quais são os riscos identificados, avaliados, tratados e não tratados, 
bem como as estratégias aplicadas e as ações planejadas. Mesmo com tanta informação 
definida, ainda surge uma grande dúvida: Quando realmente deve ser iniciada a execução 
das ações de tratamento de riscos planejadas? 
O objetivo deste documento é propor, com base em referências bibliográficas da área, 
como definir limiares para disparar ações de tratamento de riscos. A próxima seção apresenta 
brevemente algumas bases bibliográficas utilizadas para gerar esta proposta. 
D.1 REFERÊNCIAS BIBLIOGRÁFICAS QUE TRATAM DO USO DE 
LIMIARES PARA DISPARAR AÇÕES DE TRATAMENTO DE RISCOS  
Com o intuito de gerar um melhor entendimento sobre como limiares para disparar 
ações de tratamento de riscos podem ser estabelecidos, alguns materiais bibliográficos que 
tratam o uso de limiares foram encontrados e considerados neste documento, sendo eles: 
I01. No planejamento da gestão de risco é necessário definir limiares para disparar 
atividades de tratamento. Para cada categoria de risco definida, podem ser definidos 
limiares para determinar a aceitação ou não aceitação, priorização e gatilhos para 
ações de gerenciamento (SEI, 2006). Na Figura D.1 são apresentados exemplos de 
limiares.   
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Figura D.1 – Exemplos de Limiares (SEI, 2006). 
 
Os limiares apresentados na Figura D.1 podem ser refinados mais tarde para cada risco 
identificado, a fim de estabelecer uma monitoração de risco mais intensiva ou sinalizar a 
implementação de planos de tratamento de riscos (SEI, 2006).  
I02. As etapas no tratamento de riscos incluem definir opções de tratamento, 
monitorar riscos e executar atividades de tratamento de riscos quando limiares 
definidos são ultrapassados. Riscos são observados quando existe um limiar 
documentado de desempenho, tempo ou execução definido, verificável, com o 
objetivo de disparar um plano de mitigação ou de contingência, se for necessário. É 
importante determinar os níveis e limiares que definem quando um risco se torna 
intolerável, estabelecendo o momento ideal para disparar a execução de um plano de 
mitigação ou de contingência (SEI, 2006).  
I03. Podem existir vários limiares empregados para iniciar níveis variáveis de 
tratamento de riscos. Normalmente, limiares para execução de planos de mitigação são 
definidos para serem empregados antes da execução do plano de contingência (SEI, 
2006).  
I04. Riscos são monitorados e, quando ultrapassam os limiares estabelecidos, planos 
de mitigação de riscos são executados para retornar o grau de exposição a um nível 
tolerável (SEI, 2006).  
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I05. É necessário estabelecer a forma de acompanhamento para os riscos, bem como 
indicadores para disparar a execução de um plano de mitigação ou de contingência 
(SOFTEX, 2009). 
I07. Para planos de contingência, é necessário definir gatilhos ou condições que 
acionam sua execução (PMI, 2004). 
I08. Na norma ISO/IEC 16085 (ISO/IEC, 2006), a expressão “limiar de risco” é 
definida como uma condição que dispara ações de stakeholders.  Os limiares de risco 
são responsáveis por definir as condições sob as quais um nível de risco pode ser 
tolerado e devem ser documentados. Eles devem ser determinados para riscos 
individuais ou para uma combinação de riscos, podendo ser definidos por custo, 
tempo, aspectos técnicos ou outras consequências relevantes ou até mesmo por valores 
de grau de exposição. Medidas indicando quando um risco está para exceder seu 
limiar de risco devem ser definidas e documentadas. 
D.2 ANÁLISE DAS REFERÊNCIAS ENCONTRADAS 
De acordo com as informações apresentadas na seção anterior, é possível notar que 
existem tanto limiares para priorizar riscos, cuja função é definir os riscos a serem tratados e 
os que não serão tratados no projeto, como também limiares para disparar ações de 
tratamento, cujo objetivo é definir quando ações de tratamento de riscos devem ser iniciadas. 
Muitas das vezes, o termo “limiar” está relacionado a esses dois casos, sendo importante 
deixar claro que existe uma grande diferença entre os dois. Limiar para priorizar riscos, 
muitas vezes conhecido como ponto de corte, é utilizado apenas para informar quais riscos 
serão tratados no projeto e quais não serão, mas nada diz sobre quando ações de tratamento de 
riscos devem ser iniciadas, sendo esta a função exclusiva dos limiares para disparar ações de 
tratamento de riscos.  
Normalmente, um ponto de corte é um valor de grau de exposição de risco. Nesse 
caso, riscos com grau de exposição acima desse valor são definidos como riscos a serem 
tratados e riscos com grau de exposição abaixo dele são considerados como riscos que não 
serão tratados. Porém, podem acontecer casos específicos em que riscos são opcionalmente 
selecionados para não serem tratados, mesmo com alto grau de exposição, devido, por 
exemplo, à inviabilidade de tratamento, e riscos com baixo grau de exposição podem ser 
selecionados para serem tratados, pois podem ter, por exemplo, consequências desastrosas, 
levando a organização a encontrar estratégias para tentar se prevenir de danos maiores.  
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Conforme as informações citadas anteriormente, nota-se a necessidade de existir 
limiares para disparar ações de tratamento de riscos, destacando-se as informações I02 e I08, 
pois apresentam aspectos bem relevantes para esse propósito. Em I02 é informado que deve 
existir um limiar de desempenho, tempo ou execução definido, verificável, com o objetivo de 
disparar planos de mitigação ou de contingência quando necessário. Já em I08 é citado que 
limiares devem ser estabelecidos para cada risco ou para uma combinação de riscos, podendo 
ser definidos por custo, tempo, aspectos técnicos, outras consequências relevantes ou até 
mesmo por valores de grau de exposição. 
D.3 DIRETRIZES ADOTADAS NA DEFINIÇÃO DE LIMIARES PARA 
DISPARAR AÇÕES DE TRATAMENTO DE RISCOS  
Tendo como base as informações levantadas e apresentadas, uma proposta foi 
estabelecida a fim de orientar como limiares para disparar ações de tratamento de riscos 
podem ser definidos. Assim, as seguintes diretrizes são adotadas: 
 
 Limiares para disparar ações de tratamento de riscos devem ser estabelecidos 
através da escolha de valores de grau de exposição de riscos. 
 Limiares podem ser definidos de forma global, para todos os riscos, ou de forma 
individual, para cada risco. 
 Sempre que um risco atingir ou ultrapassar o limiar definido, ações de tratamento 
de riscos planejadas para o risco devem ser iniciadas. 
 Limiares são estabelecidos sempre para ações a serem executadas antes da 
ocorrência do risco. Caso o risco tenha ações de contingência planejadas, essas 
devem ser iniciadas imediatamente após a ocorrência do risco. 
 
 Conforme já citado, existe uma grande dificuldade em encontrar referências 
bibliográficas que tratam sobre o uso de limiares para disparar ações de tratamento de riscos. 
O propósito deste documento é apresentar uma proposta de como tal abordagem pode ser 
aplicada, ou seja, é apenas uma forma de como isso pode ser feito.  
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APÊNDICE E - DOCUMENTO DE ESPECIFICAÇÃO DE REQUISITOS 
DA FERRAMENTA WEB-GERIS DO AMBIENTE ODE-WEB 
 
E.1 INTRODUÇÃO 
Este documento apresenta a especificação de requisitos para o desenvolvimento da 
ferramenta de apoio à gerência de riscos do ambiente ODE-Web, a Web-GeRis. Inicialmente 
é apresentada a especificação de requisitos da ferramenta (Seção E.2), detalhando somente os 
requisitos funcionais. Em seguida, a Seção E.3 mostra os modelos produzidos na fase de 
análise da ferramenta, apresentando uma visão do domínio do problema, desconsiderando 
aspectos tecnológicos.  
É válido ressaltar que para gerar esse documento, foi usado o método da Análise 
Orientada a Objetos, juntamente com a notação da UML. 
 
E.2 ESPECIFICAÇÃO DE REQUISITOS 
Esta seção apresenta a especificação de requisitos para o desenvolvimento da 
ferramenta Web-GeRis. A Seção E.2.1 contém uma breve descrição do sistema (descrição do 
mini-mundo). Em seguida, nas Seções E.2.2 e E.2.3, são apresentadas, respectivamente, a 
identificação dos subsistemas utilizados para o desenvolvimento da ferramenta Web-GeRis e 
os diagramas de casos de uso associados às descrições de cada caso de uso. 
 
E.2.1 Descrição do Mini-mundo 
Na Gerência de Projetos, é de grande importância prever os riscos que podem 
prejudicar o bom andamento do projeto e definir ações a serem aplicadas para evitar sua 
ocorrência ou, quando não for possível, diminuir seu impacto no projeto (FALBO, 2002). 
Normalmente, gerenciar riscos de um projeto não é uma tarefa fácil de ser realizada, 
pois exige muita experiência em projetos passados. Porém, nem sempre é possível alocar 
pessoas experientes para realizar as atividades de gerenciamento de riscos em projetos de 
software. Assim, é importante que a organização capture o conhecimento adquirido em 
projetos passados para que o mesmo possa ser utilizado em projetos futuros, principalmente 
para ajudar as pessoas menos experientes. 
O propósito da ferramenta Web-GeRis é permitir, para cada projeto:  
 Identificar riscos associados ao projeto; 
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 Analisar os riscos identificados, estimando sua probabilidade de ocorrer, seu impacto 
nos objetivos do projeto, além das consequências geradas caso realmente ocorra; 
 Priorizar os riscos do projeto, identificando os riscos mais críticos que devem ser 
tratados com maior prioridade; 
 Selecionar estratégias de tratamento para cada risco associado ao projeto; 
 Planejar ações de tratamento de riscos para os riscos que exigem o planejamento de 
ações de tratamento; 
 Monitorar os riscos associados ao projeto, verificando sua ocorrência; e 
 Acompanhar as ações de tratamento de riscos planejadas, verificando o estado de cada 
uma. 
Além disso, a ferramenta Web-GeRis é apoiada pelo Portal de Gerência de 
Conhecimento do ambiente ODE-Web, onde itens de conhecimento são sugeridos de forma 
automática ou recuperados de acordo com as necessidades informadas pelo usuário, e apoiada 
pela ferramenta de caracterização de projetos do ambiente Web-ODE, onde planos de riscos 
de projetos passados semelhantes ao projeto atual podem ser recuperados e apresentados ao 
usuário.  
 
E.2.2 Identificação de Subsistemas 
O diagrama de pacotes da Figura E.1 apresenta as dependências existentes entre os 
pacotes contemplados no desenvolvimento da ferramenta Web-GeRis. 
 
 
Figura E.1 – Diagrama de Pacotes. 
 
O pacote Conhecimento é responsável pelo conhecimento contido no ambiente ODE-
Web, no qual são definidas classes que representam conceitos das ontologias utilizadas pelo 
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sistema e que são usadas para falar sobre o universo de discurso do pacote Controle 
correspondente. Seu subpacote Principal trata, de uma forma genérica, qualquer 
conhecimento do ambiente ODE-Web. Já o subpacote Risco trata do conhecimento do 
ambiente ODE-Web sobre riscos de projeto de software. 
O pacote Controle é responsável pelo núcleo do ambiente ODE-Web. É de sua 
responsabilidade as principais funcionalidades referentes ao gerenciamento do sistema, dentre 
elas o controle de projetos, a definição de processos e o controle de acesso às ferramentas do 
ambiente. Dentro desse pacote, existe um subpacote, o pacote ControleProcesso, que contém 
as classes que controlam os processos de software no ambiente. De maneira geral, para cada 
projeto é definido um processo de projeto, que é decomposto em subprocessos, atividades e 
subatividades. Para cada atividade, é ainda possível definir pré-atividades, recursos 
necessários, artefatos que podem ser insumos ou produtos e procedimentos a serem adotados. 
Os pacotes Documentacao e Caracterizacao são responsáveis, respectivamente, pelo 
tratamento de documentos e pela infraestrutura de caracterização de objetos do ambiente 
ODE-Web, essa também utilizada para a caracterização e busca de projetos, tendo como base 
a similaridade entre eles. 
O pacote GerenciaRiscos contempla as funcionalidades que tratam da ferramenta de 
apoio à gerência de riscos do ambiente ODE-Web, a Web-GeRis, especificada a seguir. 
 
E.2.3 Modelo de Casos de Uso 
Conforme citado anteriormente, o pacote GerenciaConhecimento trata de todas as 
funcionalidades que um gerente de projeto pode encontrar na ferramenta Web-GeRis, sendo 
elas apresentadas no diagrama de casos de uso mostrado na Figura E.2. O gerente de projetos 
é um papel desempenhado por uma pessoa em projeto cuja função é planejar e acompanhar o 
progresso desse projeto, através de variáveis como custo, tempo, escopo e qualidade, e 
verificar desvios e acompanhar ações para correção dos mesmos.  
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Figura E.2 –  Diagrama de Casos de Uso do pacote GerenciaRiscos.  
 
A seguir, os casos de uso propostos nesse pacote são descritos. 
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Projeto: Web-GeRis (pacote GerenciaRiscos) 
Caso de Uso: Cadastrar Planos de Riscos 
Descrição: Este caso de uso permite que o gerente de projeto crie versões, altere, visualize e 
finalize planos de riscos. 
 
Cursos Normais: 
 
Incluir Nova Versão de Plano de Riscos: 
O gerente de projeto seleciona uma versão de plano de riscos finalizada a partir da 
qual deseja criar uma nova versão. Em seguida, ele informa o nome da versão a ser criada. 
Logo após, os dados são validados, uma nova versão é criada com data de versão como atual 
e a versão de plano de riscos finalizada selecionada é registrada como versão anterior a versão 
atual criada.  
  
Visualizar Relatório do Plano de Riscos: 
O gerente de projeto seleciona uma versão de plano de riscos que deseja visualizar o 
seu relatório. Em seguida, o relatório do mesmo é apresentado, informando a versão, a data da 
versão e os responsáveis pelo plano de risco, bem como as seguintes informações para cada 
risco identificado no projeto: nome, categoria, probabilidade, impacto, grau de exposição, 
consequências, estratégia de tratamento selecionada, ocorrência e ações de tratamento 
planejadas. 
 
Finalizar Plano de Riscos: 
O gerente de projeto seleciona o plano de riscos a ser finalizado. Uma solicitação de 
confirmação é exibida e, caso confirmada, o plano de risco é finalizado com sua data de 
finalização como sendo a data atual.  
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Cursos Alternativos: 
 
Incluir Nova Versão de Plano de Riscos: 
Nome da versão a ser criada já existe. Uma mensagem de erro é exibida informando 
que já existe uma versão com o nome informado. 
Incluir primeira versão do plano de riscos. Não é necessário selecionar uma versão 
para criar a primeira versão do plano de riscos. 
 
Classes: Projeto, Artefato, PlanoRiscos, PerfilRisco, AvaliacaoRisco, Acao, Consequencia, 
KRisco, KAcaoRisco e KCategoriaRisco. 
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Projeto: Web-GeRis (pacote GerenciaRiscos) 
Caso de Uso: Identificar Riscos 
Descrição: Este caso de uso permite que o gerente de projeto identifique os riscos do projeto. 
  
Curso Normal: 
 
Pré-Condição: um plano de risco deve ter sido selecionado. 
 
Caso o gerente de projeto deseje recuperar itens de conhecimento, o caso de uso 
Buscar Itens de Conhecimento é realizado. 
Em seguida, o gerente de projeto seleciona os riscos associados ao projeto atual e os 
riscos selecionados são registrados como sendo parte do perfil de riscos do projeto atual.  
 
Classes: Projeto, PlanoRiscos, PerfilRisco e KRisco.  
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Projeto: Web-GeRis (pacote GerenciaRiscos) 
Caso de Uso: Analisar Riscos 
Descrição: Este caso de uso permite que o gerente de projeto analise os riscos identificados 
no projeto. 
 
Cursos Normais: 
 
Pré-Condição: um plano de risco deve ter sido selecionado e esse plano deve conter pelo 
menos um risco identificado. 
 
Avaliar Riscos: 
Caso o gerente de projeto deseje recuperar itens de conhecimento, o caso de uso 
Buscar Itens de Conhecimento é realizado. 
O gerente de projeto seleciona um risco identificado que deseja analisar. Em seguida, 
o gerente de projeto informa a probabilidade de o risco ocorrer e seu impacto no projeto. 
Além disso, o gerente de projeto pode informar se o risco ocorreu. Caso tenha ocorrido, ele 
deve registrar as consequências causadas, informando uma descrição e uma observação para 
cada uma delas. Logo após, os dados são validados e a avaliação do risco é registrada, tendo 
sua data como atual.  
 
Excluir Avaliação de Risco: 
O gerente de projeto informa a avaliação que deseja excluir. Uma solicitação de 
confirmação é exibida e, caso confirmada, a avaliação é excluída. 
 
Cursos Alternativos: 
Avaliar Riscos: 
Os dados informados são inválidos: Uma mensagem de erro é exibida, solicitando a 
correção dos mesmos. 
 
Excluir Avaliação de Risco: 
Excluir uma avaliação de um risco que foi definido como prioritário.  Uma mensagem 
de erro é exibida informando que não é possível excluir. 
  
Classes: PlanoRiscos, PerfilRisco, AvaliacaoRisco, Consequencia e KRisco.
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Projeto: Web-GeRis (pacote GerenciaRiscos) 
Caso de Uso: Priorizar Riscos 
Descrição: Este caso de uso permite que o gerente de projeto informe os riscos prioritários a 
serem gerenciados no projeto. 
 
Pré-Condição: um plano de risco deve ter sido selecionado e esse plano deve conter pelo 
menos um risco identificado e analisado. 
 
Curso Normal: 
 
Caso o gerente de projeto deseje recuperar itens de conhecimento, o caso de uso 
Buscar Itens de Conhecimento é realizado. 
O gerente de projeto visualiza uma lista contendo a probabilidade, o impacto e o grau 
de exposição (G.E.) de todos os riscos analisados no projeto. Em seguida, o gerente de projeto 
informa os riscos analisados que serão considerados prioritários no projeto. Os riscos 
selecionados são registrados como riscos prioritários a serem gerenciados no projeto. 
 
Curso Alternativo: 
 
 Não priorizar um risco que já possui ações planejadas. Uma mensagem de erro é 
exibida informando que o risco possui ações planejadas. 
 
 
Classes: PlanoRiscos, PerfilRisco, AvaliacaoRisco e KRisco. 
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Projeto: Web-GeRis (pacote GerenciaRiscos) 
Caso de Uso: Selecionar Estratégias de Tratamento de Riscos 
Descrição: Este caso de uso permite que o gerente de projeto informe as estratégias de 
tratamento de risco a ser utilizadas para o tratamento dos riscos. 
 
Curso Normal: 
 
Pré-Condição: um plano de risco deve ter sido selecionado e esse plano deve conter pelo 
menos um risco identificado, analisado e selecionado como prioritário. 
 
Caso o gerente de projeto deseje recuperar itens de conhecimento, o caso de uso 
Buscar Itens de Conhecimento é realizado. 
O gerente de projeto seleciona um risco que deseja informar a estratégia de tratamento 
de risco a ser utilizada e informa a estratégia de tratamento de risco, dentre as seguintes 
possíveis: Aceitar, Monitorar, Reagir, Transferir, Eliminar, Mitigar ou Mitigar/Reagir. Além 
disso, o gerente de projeto informa as justificativas/observações pela escolha da estratégia 
informada. O risco é registrado com a estratégia de tratamento selecionada e as 
justificativas/observações informadas.  
 
Classes: PlanoRiscos, PerfilRisco, AvaliacaoRisco e KRisco. 
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Projeto: Web-GeRis (pacote GerenciaRiscos) 
Caso de Uso: Planejar Ações de Tratamento de Riscos 
Descrição: Este caso de uso permite que o gerente de projeto planeje ações de mitigação e de 
contingência para os riscos que exigem planejamento de ações. 
 
Pré-condição: um plano de risco deve ter sido selecionado e esse plano deve conter pelo 
menos um risco cuja estratégia de tratamento de risco é igual a Mitigar, Reagir ou 
Mitigar/Reagir. 
 
Curso Normal: 
 
Caso o gerente de projeto deseje recuperar itens de conhecimento, o caso de uso 
Buscar Itens de Conhecimento é realizado. 
O gerente de projeto seleciona um risco que deseja planejar ações de tratamento. Caso 
o risco tenha estratégia de tratamento igual a Mitigar ou Mitigar/Reagir, o gerente de projeto 
informa as ações de mitigação planejadas, bem como o limiar para iniciar essas ações, que 
deve ser um valor entre 0 (zero) e 10 (dez). Caso o risco selecionado tenha a estratégia de 
tratamento igual a Reagir ou Mitigar/Reagir, o gerente de projeto informa as ações de 
contingência planejadas para o risco. O gerente de projeto informa, ainda, o responsável pela 
execução das ações. Em seguida, as ações planejadas informadas são registradas para o risco, 
tendo seu estado igual a Planejada. 
 
Curso Alternativo: 
 
Os dados informados são inválidos: Uma mensagem de erro é exibida, solicitando a 
correção dos mesmos. 
  
 
Classes: PlanoRiscos, PerfilRisco, AvaliacaoRisco, Acao, AcaoMitigacao, 
AcaoContingencia, KRisco e KAcaoRisco. 
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Projeto: Web-GeRis (pacote GerenciaRiscos) 
Caso de Uso: Acompanhar Ações de Tratamento de Riscos 
Descrição: Este caso de uso permite que o gerente de projeto visualize informações 
resumidas sobre as ações de tratamento de riscos planejadas, bem como informar o estado das 
mesmas. 
 
Pré-condição: um plano de risco deve ter sido selecionado e esse plano deve conter pelo 
menos um risco com ações de tratamento de risco planejadas. 
 
Curso Normal: 
 
O gerente de projeto visualiza uma lista contendo as ações de tratamento planejadas 
para os riscos do projeto. Para cada ação, as seguintes informações são apresentadas: nome do 
risco cuja ação foi planejada, nome da ação, tipo da ação (mitigação ou contingência), 
responsável pela ação e o estado da ação. 
Para cada ação apresentada na lista, o gerente de projeto pode informar o estado da 
mesma (Planejada, Em execução ou Finalizada). Após informar, o gerente de projeto 
confirma as alterações feitas, em seguida, as ações são registradas com as novas 
modificações.  
 
Classes: PlanoRiscos, PerfilRisco, KRisco, AvaliacaoRisco, Acao, AcaoMitigacao, 
AcaoContingencia e KAcaoRisco. 
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Projeto: GeRis (pacote GerenciaRiscos) 
Caso de Uso: Buscar Planos de Riscos de Projetos Similares 
Descrição: Este caso de uso permite que o gerente de projeto recupere planos de riscos de 
projetos similares. 
 
Curso Normal: 
 
O gerente de projeto informa que deseja recuperar planos de riscos de projetos 
similares. O caso de uso Buscar Projetos Similares é realizado, recuperando todos os projetos 
similares ao projeto atual. Logo após, os planos de riscos desses projetos são apresentados ao 
gerente de projeto.  
 
Classes: Projeto, Artefato, Documento e PlanoRisco. 
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E.3 ANÁLISE 
Esta seção mostra os modelos de classes para a ferramenta de apoio a gerência de 
riscos Ambiente ODE-Web, a Web-GeRis. A seguir, a Seção B.3.1 apresenta o modelo de 
classes. 
 
E.3.1 Modelo de Classes 
O pacote GerenciaRiscos contempla o controle sobre as funcionalidades que tratam da 
ferramenta Web-GeRis. A Figura E.3 mostra o diagrama de classes desse pacote. 
 
 
Figura E.3 – Diagrama de Classes do Pacote GerenciaRiscos. 
 
 A ferramenta Web-GeRis permite, para cada projeto (classe Projeto), definir versões 
de planos de riscos (classe PlanoRisco). Para cada plano de riscos, é possível identificar os 
riscos associados (classe KRisco) ao projeto, sendo que esse riscos são organizados em 
categorias (classe KCategoriaRisco) e podem ter perfis (classe PerfilRisco) diferentes em 
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cada projeto. Assim, para cada risco de um projeto, uma avaliação (classe AvaliacaoRisco) 
pode ser feita visando identificar o seu comportamento no projeto e registrar suas 
consequências, caso efetivamente o risco ocorra. Além disso, a ferramenta Web-GeRis 
permite que  ações de tratamento de risco (classes Acao, AcaoMitigacao  e 
AcaoContingencia) podem ser planejadas para o tratamento dos riscos.  
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APÊNDICE F - EXEMPLO DE UM PLANO DE RISCOS GERADO 
PELA FERRAMENTA WEB-GERIS 
 
Plano de Riscos 
Projeto: Sistema de Apoio à Construção de Ferrovias 
Versão: 1.1 
Data: 01/08/2010 (Em aberto) 
Responsável: Alexandre G. N. Coelho 
1. Introdução: 
Este documento apresenta o Plano de Riscos para o Sistema de Apoio à Construção de 
Ferrovias. Na próxima seção, as seguintes informações são apresentadas para cada risco: 
nome, categoria, probabilidade, impacto, grau de exposição, consequências, estratégia de 
tratamento selecionada, ocorrência e ações de tratamento planejadas.  
2. Riscos: 
Nome: Cronograma e orçamento não realistas 
Categoria: Planejamento 
Probabilidade: 90% 
Impacto: 6 
Grau de Exposição: 5,4 
Consequências: Aumento do prazo para a realização do projeto. 
Alteração do tempo para a execução do projeto. 
Estratégia de 
Tratamento: 
Mitigar (Limiar: 2,5) 
Ocorrência: Não 
Ações de Tratamento: Ação: Estabelecer definitivamente os requisitos do sistema 
Responsável: Alexandre G. N. Coelho 
Status: Em execução 
Ação: Estabelecer definitivamente os recursos necessários para a 
execução do projeto 
Responsável: Alexandre G. N. Coelho 
Status: Planejada 
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Nome: Equipe insuficiente ou inadequada  
Categoria: Execução 
Probabilidade: 90% 
Impacto: 6 
Grau de Exposição: 5,4 
Consequências: Aumento do prazo para a realização do projeto. 
Alteração do tempo para a execução do projeto. 
Estratégia de 
Tratamento: 
Mitigar (Limiar: 2,5) 
Ocorrência: Não 
Ações de Tratamento: Ação: Estabelecer definitivamente os requisitos do sistema 
Responsável: Alexandre G. N. Coelho 
Status: Em execução 
Ação: Estabelecer definitivamente os recursos necessários para a 
execução do projeto 
Responsável: Alexandre G. N. Coelho 
Status: Planejada 
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