



KRIPTANALISIS ALGORITMA TRANSPOSISI 
COLUMNAR 
SKRIPSI 
Diajukan Untuk Memenuhi Salah Satu Syarat 
Memperoleh Gelar Sarjana Komputer 




Disusun oleh : 
 HALAMAN JUDUL  
 
FIDELIS VERY ANANTO 
105314053 
 
PROGRAM STUDI TEKNIK INFORMATIKA 
JURUSAN TEKNIK INFORMATIKA 
FAKULTAS SAINS DAN TEKNOLOGI 
UNIVERSITAS SANATA DHARMA 
YOGYAKARTA 
2015 








Presented as Partial Fulfillment of The Requirements 
To Obtain The Sarjana Komputer Degree 




Created By : 
 
FIDELIS VERY ANANTO 
105314053 
 
INFORMATICS ENGINEERING STUDY PROGRAM 
DEPARTMENT OF INFORMATICS ENGINEERING 
FACULTY OF SCIENCE AND TECHNOLOGY 
SANATA DHARMA UNIVERSITY 
YOGYAKARTA 
2015 












FIDELIS VERY ANANTO 
NIM : 105314053 
 
















KRIPTANALISIS ALGORITMA TRANSPOSISI COLUMNAR 
Dipersiapkan dan ditulis oleh :  
Fidelis Very Ananto  
NIM : 105314053 
 
Telah dipertahankan didepan panitia penguji 
Pada tanggal 24 Juli 2015 
Dan dinyatakan memenuhi syarat 
 
Susunan Panitia Penguji  
Nama Lengkap                     Tanda Tangan 
Ketua                  Dr Anastasia Rita Widiarti, M.Kom.                ...................... 
Sekretaris            Alb. Agung Hadhiatma, S.T., M.T.                  ...................... 
Anggota              Bambang Soelistijanto, S.T., M.Sc., Ph.D.       ...................... 
 
Yogyakarta,     Agustus 2015 
Fakultas Sains dan Teknologi 





Paulina Heruningsih Prima Rosa, S.Si., M.Sc. 






Karya ini saya persembahkan untuk : 
1. Tuhan Yesus Kristus, melalui usahaku aku memuliakan nama-Mu 
2. Keluarga tercinta, bapak, ibu, adik. Terimakasih atas doa dan motivasinya 
3. Teman-teman Teknik Informatika 2010.  






















HALAMAN MOTTO  
 
“ Mintalah, maka akan diberikan kepadamu; carilah, maka kamu akan 
mendapat; ketokklah, maka pintu akan dibukakan bagimu” 
( Matius 7:7) 
 
“Sungguh pada saat hambamu berdoa & memohon, Engkau 
menjawabnya dengan cara-cara yang heran. Terimakasih ya 
Bapa, ya Bunda Maria atas semua berkat dan kasih 
karunia-Mu” 














PERNYATAAN KEASLIAN KARYA  
 
Dengan ini, saya menyatakan bahwa skripsi ini tidak memuat karya milik orang 
lain, kecuali yang telah disebutkan dalam kutipan dan daftar pustaka sebagaimana 
layaknya karya ilmiah.  


















PERNYATAAN PERSETUJUAN PUBLIKASI KARYA 
ILMIAH UNTUK KEPENTINGAN AKADEMIS 
Yang bertandatangan dibawah ini, saya mahasiswa Universitas Sanata Dharma : 
Nama : Fidelis Very Ananto 
NIM : 105314053  
Demi pengembangan ilmu pengetahuan, saya memberikan kepada perpustakaan 
Universitas Sanata Dharma karya ilmiah saya yang berudul :  
 
“KRIPTANALISIS ALGORITMA TRANSPOSISI 
COLUMNAR” 
Bersama perangkat yang diperlukan (bila ada). Dengan demikian saya 
memberikan kepada perpustakaan Universitas Sanata Dharma hak untuk 
menyimpan, mengalihkan dalam bentuk media lain, mengelolanya dalam bentuk 
pangkalan data, mendistribusikan secara terbatas, dan mempublikasikan di 
internet atau media lain untuk kepentingan akademis tanpa perlu memberikan 
royalty kepada saya selama mencantumkan saya sebagai penulis. 
Demikian pernyataan ini saya buat dengan sebenarnya. 
 
Yogyakarta, 2 Agustus 2015 













Keamanan data merupakan hal penting dalam menjaga kerahasiaan data-
data tertentu yang hanya boleh diketahui oleh pihak yang memiliki hak saja. 
Apabila pengiriman data dilakukan melalui jaringan, maka kemungkinan data 
tersebut diketahui oleh pihak yang tidak berhak, menjadi besar 
Kriptografi adalah ilmu dan seni untuk menjaga kerahasiaan pesan dengan 
cara mengubahnya dari satu bentuk ke bentuk lainnya yang tidak dapat dimengerti 
lagi artinya. Columnar transposition merupakan salah satu bagian dari cipher 
transposisi dengan metode kriptografi dimana pesan dituliskan berderet dari suatu 
panjang yang ditetapkan, lalu dibaca kembali kolom per kolom dengan urutan 
pembacaan berdasarkan suatu kata kunci. Panjang deret ditentukan oleh panjang 
kata kunci. Urutan pembacaan kolom berdasarkan urutan kolom. Berbagai metode 
kriptanalisis terus dikembangkan. Brute force attack dan metode kasiski adalah 
metode untuk melakukan kriptanalisis. 
Dalam Tugas Akhir ini penulis melakukan penelitian proses kriptanalisis 
terhadap algoritma transposisi Columnar dengan menggunakan metode brute 
force attack untuk mencari kunci dan metode kasiski untuk mengestimasi panjang 
kunci. Hasil akhir penelitian ini brute force attack mampu membongkar pola 
kunci dengan panjang kunci 7 dari algoritma columnar transposition dan metode 
kasiski tidak bekerja untuk mengestimasi panjang kunci pada algoritma columnar 
transposition. 
 

















Data security is considered as an important thing to keep data which is 
only known by certain people who have right. When the data delivering was done 
by connection network, it will make a big possibility for the other people who 
have not have the right to discover the data.  
Cryptography is the science and art to keep a confidentiality of the 
message by changing one type to another type which cannot be understood. 
Columnar transposition is a part of a transposition cipher which uses 
cryptographic method where the messages is written in a line using a specified 
length, then it is re-read in a specified order for each colomn based on a keyword. 
The length of line is based on the length of the keyword. The order of the colomn 
reading is based on the order of the colomns. Some methods of cryptanalysis have 
being continued to be developed. The brute force attack and kasiski method are 
the methods which are used in the cryptanalysis. 
 In this final project, the writer studied the process of the columnar 
transposition cryptanalysis of the algorithm using a brute force attack to find the 
keyword and kasiski method to predict the length of the keyword. As the result; 
the brute force attack was able to reveal the key patterns on the columnar 
transposition with key lenght 7 of the algorithm, and the kasiski method was 
ineffective to predict the length of the keyword on the columnar transposition of 
the algorithm. 
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1.1 Latar Belakang Masalah 
  Keamanan data merupakan hal penting dalam menjaga kerahasiaan 
data-data tertentu yang hanya boleh diketahui oleh pihak yang memiliki hak 
saja. Seringkali pemindahan data dari suatu tempat ke tempat lain menghadapi 
ancaman usaha-usaha pihak lain yang ingin mendapatkan data tersebut. 
Apabila pengiriman data dilakukan melalui jaringan, maka kemungkinan data 
tersebut diketahui oleh pihak yang tidak berhak, menjadi besar [1].  
  “Kriptografi adalah ilmu yang mempelajari teknik-teknik 
matematika yang berhubungan dengan aspek keamanan informasi seperti 
kerahasiaan, integritas data, serta otentikasi” (Alfred J. Menezes, 2001).  
Berdasarkan terminologi, kriptografi adalah ilmu dan seni untuk menjaga 
kerahasiaan pesan dengan cara mengubahnya dari satu bentuk ke bentuk 
lainnya yang tidak dapat dimengerti lagi artinya. Kriptografi disebut ilmu, 
karena didalamnya menggunakan berbagai metode (rumusan), dan sebagai 
seni, karena didalamnya membutuhkan teknik khusus dalam mendesainnya. 
(Rinaldi Munir, 2006) [2]. Proses pengamanan ini melibatkan algoritma dan 
kunci. Kunci enkripsi ini dapat dengan mudah mengembalikan plaintext dari 
chipertext. Oleh karena itu diperlukan algoritma kriptografi yang kuat. 
Dengan berkembangnya teknologi serta imu penyandian, orang dengan mudah 
dapat memperoleh kunci penyandian dengan berbagai cara. 





  Berbagai macam algoritma telah diciptakan untuk mengamankan 
data. Algoritma transposisi columnar adalah salah satu sandi transposisi 
sederhana. Transposisi columnar merupakan salah satu algoritma kriptografi 
klasik. Columnar transposition merupakan salah satu bagian dari cipher 
transposisi dengan metode kriptografi dimana pesan dituliskan berderet dari 
suatu panjang yang ditetapkan, lalu dibaca kembali kolom per kolom dengan 
urutan pembacaan berdasarkan suatu kata kunci. Panjang deret ditentukan oleh 
panjang kata kunci. Urutan pembacaan kolom berdasarkan urutan kolom. 
  Berbagai metode kriptanalisis terus dikembangkan. Sebagaimana 
sebuah ilmu, kriptografi berkembang menjadi sesuatu yang jauh lebih 
kompleks, apalagi setelah ditemukannya komputer yang memungkinkan 
manusia untuk memecahkan sebuah sandi dengan mencoba segala 
kemungkinan (brute force attack) [3]. Misalnya jika kunci yang digunakan 
adalah 2
128 
, maka brute force attack akan mencoba semua kunci yang 
mungkin yaitu sebanyak 2
128
. Sedangkan dengan menggunakan metode 
kasiski, kemungkinan panjang kunci bisa ditebak. Metode Kasiski merupakan 
suatu metode dimana dapat membantu menemukan panjang kunci dari 
Vigenere Cipher. Metode Kasiski memanfaatkan keuntungan bahasa inggris 
tidak hanya pengulangan 1 huruf tapi juga pengulangan pasangan huruf atau 
tripel. Dalam Tugas Akhir ini penulis melakukan penelitian proses 
kriptanalisis terhadap algoritma transposisi Columnar dengan menggunakan 
metode Brute Force Attack untuk mencari kunci dan metode kasiski untuk 
mengestimasi panjang kunci.  
 





1.2 Rumusan Masalah 
  Berdasarkan latar belakang diatas , maka rumusan masalah dalam 
penelitian ini adalah bagaimana melakukan proses kriptanalisis terhadap pesan 
yang telah dienkripsi dengan Transposisi Columnar.  
 
1.3 Tujuan Penelitian  
  Tujuan penelitian ini adalah :  
1. Melakukan proses kriptanalisis terhadap pesan yang telah dienkripsi 
menggunakan algoritma Transposisi Columnar. 
2. Mengetahui hubungan (relasi) antara panjang kunci dan waktu iterasi 
dengan metode brute force attack dan metode kasiski. 
 
1.4 Batasan Masalah 
  Batasan masalah dalam penelitian ini : 
1. Penelitian melakukan proses enkripsi, deskripsi dan kriptanalisis. 
2. Pencarian kunci dengan metode bruce force attack dan pencarian 
panjang kunci dengan metode kasiski. 
1.5 Manfaat penelitian  
Manfaat penelitian dalam tugas akhir ini adalah : 
1. Mengetahui kelebihan dan kelemahan algoritma transposisi columnar. 
2. Memberikan rekomendasi tentang sifat key yang direkomendasikan 
kepada pengguna metode algoritma transposisi columnar. 
3. Mengestimasi kemungkinan panjang key dengan metode kasiski 





1.6 Metodologi Penelitian 
1.6.1 Studi Pustaka 
- Mempelajari buku-buku pendukung teori kriptanalisis dan 
Algoritma Transposisi Columnar 
- Mempelajari kendala yang dihadapi dalam penelitian 
 
1.6.2 Referensi Internet 
- Karena keterbatasan koleksi buku dalam bentuk cetak (hard 
copy), maka penelitian melibatkan sumber sumber dari internet 
 
1.7 Sistematika Penulisan 
BAB I PENDAHULUAN 
Bab ini berisi latar belakang penulisan metode penelitian, rumusan  masalah, 
metodologi penelitian dan sistematikan penulisan. 
 
 
BAB II LANDASAN TEORI 
Bab ini menjelaskan tentang teori yang berkaitan dengan judul atau rumusan 
masalah dari metode penelitian. 
BAB III ANALISA DAN DESAIN SISTEM 
Bab ini menjelaskan proses perancangan dari  
“KRIPTANALISIS ALGORITMA TRANSPOSISI COLUMNAR”  
 





BAB IV IMPLEMETASI DAN ANALISA 
Impementasi berisi bagaimana melakukan proses kriptanalisis algoritma 
transposisi columnar dengan metode brute force attack dan kasiski. 
 
BAB V PENUTUP 
Bab ini berisi kesimpulan atas analisa dan saran berdasarkan hasil yang telah 
dilaksanakan.








  Kriptografi (cryptography) berasal dari bahasa Yunani yang terdiri 
atas kata “cryptos” yang artinya rahasia, dan “graphein” yang artinya 
tulisan. Berdasarkan terminologi, kriptografi adalah ilmu dan seni untuk 
menjaga kerahasiaan pesan dengan cara mengubahnya dari satu bentuk ke 
bentuk lainnya yang tidak dapat dimengerti lagi artinya. Kriptografi 
disebut ilmu, karena didalamnya menggunakan berbagai metode 
(rumusan), dan sebagai seni, karena didalamnya membutuhkan teknik 
khusus daalam mendesainnya. (Rinaldi Munir, 2006) [2]. 
  Kriptografi merupakan cabang ilmu dari kriptologi. Pelaku 
kriptografi ialah kriptografer (cryptographer), yang bertugas untuk 
mengubah plainteks menjadi cipherteks dengan algoritma dan kunci 
tertentu. Sedangkan lawan dari kriptografi adalah kriptanalisis 
(cryptanalysis), merupakan ilmu yang memecahkan cipherteks menjadi 
plainteks kembali tanpa mengatahui kunci, dan pelakunya ialah kriptanalis 
(criptanalys). 
  Di dalam kriptografi kita akan sering menemukan berbagai istilah atau 
terminology. Beberapa istilah yang harus diketahui yaitu : 





1. Enkripsi : Proses mengubah data asli (plaintext) menjadi data 
yang  tersandi (ciphertext) dengan menggunakan kunci 
(key). 
2. Dekripsi : Proses mengembalikan data tersandi (ciphertext) 
menjadi data asli (plaintext) dengan menggunakan 
kunci (key). 
3. Plaintext      : data atau informasi yang dapat dibaca atau dimengerti 
maknanya.  
4. Kunci/Key : parameter yang digunakan untuk transformasi enkripsi 
dan dekripsi. 
5. Ciphertext : data atau informasi yang sudah dienkripsi  
6. Kriptografer : orang yang berhak untuk membaca data yang dikirim 
dan memiliki kunci untuk mengembalikan data 
tersandi ke data asli. 
7. Kriptanalis : orang yang menganalisa data tersandi untuk 
menemukan kunci dan kemudian mengembalikan data 
tersandi ke data asli. Kriptografi berkembang 
sedemikian rupa sehingga melahirkan bidang yang 
berlawanan yaitu kriptanalisis. Kriptologi (cryptology) 
adalah studi mengenai kriptografi dan kriptanalisis. 
Baik kriptografi maupun kriptanalisis keduanya saling 
berkaitan, dapat dilihat seperti gambar dibawah ini : 









Gambar 2.1 Kriptografi dan kriptanalisis adalah cabang bidang ilmu kriptologi 
 
8. Penyadap : orang yang mencoba menangkap pesan selama 
ditransmisikan. Tujuan penyadap adalah untuk 
mendapatkan informasi sebanyak-banyaknya mengenai 
sistem kriptografi yang digunakan untuk 
berkomunikasi dengan maksud untuk memecahkan 
ciphertext. 
2.2 Tujuan kriptografi 
 Tujuan mendasar dari kriptografi itu sendiri adalah sebagai berikut : 
a. Kerahasiaan (confindentiality) 
Memastikan bahwa tidak ada yang membaca pesan selain orang 
yang dituju 
b. Integritas data (data integrity) 
Suatu layanan yang menjamin bahwa pesan yang asli tidak 
mengalami perubahan. 
c. Otentikasi (authentication) 
Mengidentifikasi pihak-pihak yang berkomunikasi maupun 
mengidentifikasi kebenaran pesan. 





d. Nirpenyangkalan (non-repudiation) 
Layanan yang mencegah terjadinya penyangkalan oleh pengirim 
pesan atau penyangkalan oleh penerima pesan sudah menerima 
pesan[5]. 
 
2.3 Jenis-jenis Serangan terhadap kriptografi 
 Di bawah ini dijelaskan beberapa macam penyerangan terhadap 
pesan yang sudah dienkripsi, berdasarkan ketersediaan data yang ada, dan 
tingkat kesulitannya bagi penyerang, dimulai dari yang paling sulit adalah 
: 
1. Ciphertext only attack, penyerang hanya mendapatkan ciphertext dari 
sejumlah pesan yang seluruhnya telah dienkripsi menggunakan 
algoritma yang sama. Sehingga, metode yang digunakan untuk 
memecahkannya adalah exhaustive key search, yaitu mencoba semua 
kemungkinan yang ada untuk menemukan kunci. 
2. Known plaintext attack, dimana penyerang selain mendapatkan sandi, 
juga mendapatkan pesan asli. Terkadang disebut pula clear-text attack.  
3. Choosen plaintext attack, sama dengan known plaintext attack, namun 
penyerang bahkan dapat memilih penggalan mana plaintext attack, 
karena kriptanalis dapat memilih plainteks tertentu dari pesan asli yang 
akan disandikan. Serangan jenis ini lebih hebat daripada known- untuk 
dienkripsikan, yaitu plainteks-plainteks yang lebih mengarahkan 
penemuan kunci. 





4. Chosen-ciphertext attack. Pada tipe ini, kriptoanalis dapat memilih 
cipherteks yang berbeda untuk didekripsi dan memiliki akses atas 
plaintext yang didekripsi. 
5. Chosen-key attack. Kriptoanalis pada tipe penyerangan ini memiliki 
pengetahuan tentang hubungan antara kunci-kunci yang berbeda dan 
memilih kunci yang tepat untuk mendekripsi pesan. 
6. Rubber-hose cryptanalysis. Pada tipe penyerangan ini, kriptoanalis 
mengancam, menyiksa, memeras, memaksa, atau bahkan menyogok 
seseorang hingga mereka memberikan kuncinya. Ini adalah cara yang 
paling ampuh untuk mendapatkan kunci. 
7. Adaptive – chosen – plaintext attack. Penyerangan tipe ini merupakan 
suatu kasus khusus chosen-plaintext attack. Kriptanalis tidak hanya 
dapat memilih plainteks yang dienkripsi, ia pun memiliki kemampuan 
untuk memodifikasi pilihan berdasarkan hasil enkripsi sebelumnya. 
Dalam chosen-plaintext attack, kriptanalis mungkin hanya dapat 
memiliki plainteks dalam suatu blok besar untuk dienkripsi; dalam 
adaptive-chosen-plaintext attack ini ia dapat memilih blok plainteks 
yang lebih kecil dan kemudian memilih yang lain berdasarkan hasil 
yang pertama, proses ini dapat dilakukannya terus menerus hingga ia 
dapat memperoleh seluruh informasi. 
 
 Berdasarkan bagaimana cara dan posisi seseorangmendapatkan 
pesan-pesan dalam saluran komunikasi, penyerangan dapat 
dikategorikan menjadi  : 





1. Spoofing : Penyerang – misalnya Diman – bisa menyamar menjadi 
Adi. Semua orang dibuat percaya bahwa Diman adalah Adi. Penyerang 
berusaha meyakinkan pihak-pihak lain bahwa tak ada salah dengan 
komunikasi yang dilakukan, padahal komunikasi itu dilakukan dengan 
sang penipu/penyerang. Contohnya jika orang memasukkan PIN ke 
dalam mesin ATM palsu – yang benar-benar dibuat seperti ATM asli – 
tentu sang penipu bisa mendapatkan PIN-nya dan copy pita magentik 
kartu ATM milik sang nasabah. Pihak bank tidak tahu bahwa telah 
terjadi kejahatan. 
2. Man-in-the-middle : Jika spoofing terkadang hanya menipu satu pihak, 
maka dalam skenario ini, saat Adi hendak berkomunikasi dengan 
Badu, Diman di mata Adi seolah-olah adalah Badu, dan Diman dapat 
pula menipu Badu sehingga Diman seolah-olah adalah Adi. Diman 
dapat berkuasa penuh atas jalur komunikasi ini, dan bisa membuat 
berita fitnah. 
 
Gambar 2.2 Ilustrasi Man-in-the-middle Attack 
3. Sniffing : secara harfiah berarti mengendus, tentunya dalam hal ini 
yang diendus adalah pesan (baik yang belum ataupun sudah dienkripsi) 
dalam suatu saluran komunikasi. Hal ini umum terjadi pada saluran 





publik yang tidak aman. Sang pengendus dapat merekam pembicaraan 
yang terjadi. 
4. Replay attack : Jika seseorang bisa merekam pesan-pesan handshake 
(persiapan komunikasi), ia mungkin dapat mengulang pesan-pesan 
yang telah direkamnya untuk menipu salah satu pihak. 
 Serangan dilakukan secara aktif bilamana penyerang 
mengintervensi komunikasi dan ikut mempengaruhi sistem untuk 
keuntungan dirinya atau penyerang mengubah aliran pesan seperti 
menghapus sebagian cipherteks, mengubah cipherteks, menyisipkan 
potongan cipherteks palsu, me-replay pesan lama, mengubah informasi 
yang tersimpan, dan sebagainya. Man-in-the-midle, replay attack, dan 
spoofing termasuk jenis serangan ini. 
 Serangan dilakukan secara pasif, terjadi bilamana penyerang tidak 
terlibat dalam komunikasi antara pengirim dan penerima atau 
penyerang hanya melakukan penyadapan untuk memperoleh data atau 
informasi sebanyak-banyaknya. 
 Beberapa metode penyadapan data yang biasanya dilakukan oleh 
penyerang : 
1. Electromagnetic eavesdropping 
Penyadap mencegat data yang ditransmisikan melalui saluran 
wireless, misalnya radio dan microwive. 
2. Acoustic Eavesdropping. 
Menangkap gelombang suara yang dihasilkan oleh suara manusia. 
3. Wiretapping 





Penyadap mencegat data yang ditransmisikan pada saluran kabel 
komunikasi dengan menggunakan sambungan perangkat keras. 
 
Gambar 2.3  Ilustrasi Wiretapping 
 
Jenis-jenis serangan berdasarkan teknik yang digunakan untuk 
menemukan kunci : 
1. Brute force attack atau Exhaustive attack 
Serangan brute-force adalah sebuah teknik serangan yang 
menggunakan percobaan terhadap semua kunci yang mungkin untuk 
mengungkap plainteks/ kunci. Pendekatan ini pada awalnya merujuk 
pada sebuah program komputer yang mengandalkan kekuatan 
pemrosesan komputer dibandingkan kecerdasan manusia. Sebagai 
contoh, untuk menyelesaikan sebuah persamaan kuadrat seperti x²+7x-
44=0, dimana x adalah sebuah integer, dengan menggunakan teknik 
serangan brute-force, penggunanya hanya dituntut untuk membuat 
program yang mencoba semua nilai integer yang mungkin untuk 
persamaan tersebut hingga nilai x sebagai jawabannya muncul. Istilah 
brute force sendiri dipopulerkan oleh Kenneth Thompson, dengan 
mottonya : "When in doubt, use brute-force" (jika ragu, gunakan brute-





force). Teknik ini adalah teknik yang paling banyak digunakan untuk 
memecahkan password, kunci, kode atau kombinasi. Cara kerja 
metode ini sangat sederhana yaitu mencoba semua kombinasi yang 
mungkin. Salah satu contoh penggunaan brute force attack adalah 
password cracker. Sebuah password dapat dibongkar dengan 
menggunakan program bernama password cracker ini. Program 
password cracker adalah program yang mencoba membuka sebuah 
password yang telah terenkripsi dengan menggunakan sebuah 
algoritma tertentu dengan cara mencoba semua kemungkinan. Teknik 
ini sangatlah sederhana, tapi efektivitasnya luar biasa, dan tidak ada 
satu pun sistem yang aman dari serangan ini, meski teknik ini 
memakan waktu yang sangat lama, khususnya untuk password yang 
rumit. Namun ini tidak berarti bahwa password cracker membutuhkan 
decrypt. Pada prakteknya, mereka kebanyakan tidak melakukan itu. 
Umumnya, kita tidak dapat melakukan dekripsi password-password 
yang sudah terenkripsi dengan algoritma yang kuat. 
Proses-proses enkripsi modern kebanyakan hanya memberikan satu 
jalan, di mana tidak ada proses pengembalian enkripsi. Namun, 
umumnya, tool-tool simulasi yang mempekerjakan algoritma yang 
sama yang digunakan untuk mengenkripsi password orisinal, dipakai. 
Tool-tool tersebut membentuk analisa komparatif. Program password 
cracker tidak lain adalah mesin mesin ulet. Ia akan mencoba kata demi 
kata dalam kecepatan tinggi. Mereka menganut "Asas Keberuntungan", 





dengan harapan bahwa pada kesempatan tertentu mereka akan 
menemukan kata atau kalimat yang cocok [8]. 
2. Analytical attack 
Pada jenis serangan ini, kriptanalis tidak mencoba-coba semua 
kemungkinan kunci tetapi menganalisis kelemahan algoritma 
kriptografi untuk mengurangi kemungkinan kunci yang tidak mungkin 
ada. Analisis dilakukan dengan dengan 
memecahkan persamaan-persamaan matematika (yang diperoleh dari 
definisi suatu algoritma kriptografi) yang mengandung peubah-peubah 
yang merepresentasikan plainteks atau kunci. Asumsi yang digunakan: 
kriptanalis 
mengetahui algoritma kriptografi. Untuk menghadapi serangan ini, 
kriptografer harus membuat algoritma kriptografi yang kompleks 
sedemikian rupa sehingga plainteks merupakan fungsi matematika dari 
chiperteks dan kunci yang cukup kompleks, dan tiap kunci merupakan 
fungsi matematika dari chiperteks dan plainteks yang cukup kompleks. 
Metode analytical attack biasanya lebih cepat menemukan kunci 
dibandingkan dengan exhaustive attack. 
 
2.4 Algoritma Kriptografi Klasik 
Sebelum komputer ada, kriptografi dilakukan dengan menggunakan pensil 
dan kertas. Algoritma kriptografi (cipher) yang digunakan saat itu, 
dinamakan juga algoritma klasik, adalah berbasis karakter, yaitu enkripsi 
dan dekripsi dilakukan pada setiap karakter pesan. Semua algoritma klasik 





termasuk ke dalam sistrm kriptografi simetris dan digunakan jauh sebelum 
kriptografi kunci publik ditemukan. 
 Kriptografi klasik memiliki beberapa ciri :  
1. Berbasis karakter  
2. Menggunakan pena dan kertas saja, belum ada computer  
 3. Termasuk ke dalam kriptografi kunci simetris.  
 Tiga alasan mempelajari algoritma klasik :  
1. Memahami konsep dasar kriptografi  
2. Dasar algoritma kriptografi modern  
3. Memahami kelemahan sistem kode.  
(Ariyus, Dony. 2008) [5] 
Pada dasarnya, algoritma kriptografi klasik dapat dikelompokkan 
ke dalam dua macam cipher, yaitu :  
1. Cipher substitusi (substitution cipher)  
Di dalam cipher substitusi setiap unit plainteks diganti dengan satu 
unit cipherteks. Satu “unit” disini berarti satu huruf, pasangan huruf, 
atau dikelompokkan lebih dari dua huruf. Algoritma substitusi tertua 
yang diketahui adalah Caesar cipher yang digunakan oleh kaisar 
Romawi , Julius Caesar (sehingga dinamakan juga casear cipher), 
untuk mengirimakan pesan yang dikirimkan kepada gubernurnya. 
Sistem kriptografi berbasis substitusi diantaranya adalah shift chiper, 
affine chiper, Vigenere Chiper dan Hill chiper. 
 
 





2. Cipher transposisi (transposition cipher)  
 Pada cipher transposisi, huruf-huruf di dalam plainteks tetap 
saja, hanya saja urutannya diubah. Dengan kata lain algoritma ini 
melakukan transpose terhadap rangkaian karakter di dalam teks. Nama 
lain untuk metode ini adalah permutasi atau pengacakan (scrambling) 
karena transpose setiap karakter di dalam teks sama dengan 
mempermutasikan karakter-karkater tersebut. (Munir.2006). Contoh 
dari Chiper transposisi adalah Sandi Transposisi Columnar, Sandi 
Permutasi[6]. 
2.5 Transposisi Columnar 
Columnar transposition merupakan salah satu metode 
kriptografi dimana pesan dituliskan berderet dari suatu panjang yang 
ditetapkan, lalu dibaca kembali kolom per kolom dengan urutan 
pembacaan berdasarkan suatu kata kunci. Panjang deret ditentukan oleh 
panjang kata kunci. Urutan pembacaan kolom berdasarkan urutan abjad 
kata kunci, misalnya 
ZEBRAS menjadi “6 3 2 4 1 5”. [2] 
Misalkan ada sebuah pesan NAMA SAYA ODIT akan dienkripsi 
menggunakan transposisi kolumnar dengan kata kunci HOI maka 
proses enkripsinya akan menjadi 
seperti ini: 
HOI maka di dapat pola 1 3 2 
 
 





 Tabel 2.1 Pembagian kolom algoritma transposisi columnar  
1 3 2 
N A M 
A S A 
Y A O 
D I T 
 
Hasilnya chipertext adalah NAYD MAOT ASAT 
Kunci dapat diperoleh dari kata yang mudah dibaca dan kemudian 
dikodekan menjadi bilangan. Sistem ini dinamakan Algoritma Transposisi 
Kolom dengan kunci numerik. Misalnya :  
Tabel 2.2 Pola Urutan key 
Kata Sandi  S A N T A N 
Bilangan  5 1 3 6 2 4 
 
Huruf A yang dobel diberikan nomor 1 dan 2, kemudian huruf yang dekat 
dengan A yaitu N , diberi nomor 3 dan 4 karena dobel, sedangkan huruf 
berikutnya diberi angka 5 dan 6 [4]. Pesan dapat ditambahi padding bits 
bit-bit tambahan jika ukuran blok terakhir tidak mencukupi panjang blok.  
Contoh :  
Pesan NAMA SAYA ODIT di enkripsi dengan kunci LAMPU. Kunci 
LAMPU memiliki pola 21345 sesuai urutan abjad. Lalu di buat kolom  
 
 





Tabel 2.3 Pembagian kolom algoritma transposisi columnar 
2 1          3          4             5 
N A M A S 
A Y A O D 
D I T A B 
 
Sehingga di dapat ciphertextnya AYINADMATAOASDB. Huruf AB 
yang dicetak tebal merupakan tambahan untuk mengisi kolom agar tidak 
kosong atau istilah lainnya adalah padding. 
 
2.6 Kriptanalisis Transposisi Columnar 
  Columnar transposition cipher dapat dipecahkan oleh brute force 
attack, berarti akan mencoba array dengan berbagai jumlah kolom ( dalam 
beberapa cara yang sistematis ) sampai mendapatkan plaintext yang benar. 
Langkah pertama dalam menyerang sebuah columnar transposition cipher  
adalah dengan mencoba semua kemungkinan kunci. Jika kita mengecek 
semua kata kunci sampai panjang kurang lebih 9, kita tidak perlu 
menunggu lama. Untuk setiap perubahan kata kunci, kita mengurutkan 
teks yang teruraikan, kemudian memilih teks dengan nilai tertinggi sebagai 
kandidat terbaik. Angka dari kemungkinan penyusunan ulang dari panjang 
kata kunci N adalah N! (N faktorial). Angka dari kemungkinan kata kunci 
untuk berbagai macam jenis panjang kata kunci ditampilkan di bawah ini: 
 





Tabel 2.4. Jumlah permutasi  
Key Length No. of permutations Examples 
2 2 AB, BA 
3 6 ABC, BAC, CBA, ... 
4 24 ABCD, ABDC, ACBD, ... 
5 120 ABCDE, ABCED, ... 
6 720 ABCDEF, ABDCFE, ... 
7 5,040 ABCDEFG, ABDCGEF, ... 
8 40,320 ABCDEFGH, ... 
9 362,880 ABCDEFGHI, ... 
10 3,628,800 ABCDEFGHIJ, ... 
11 39,916,800 ABCDEFGHIJK, ... 
12 479,001,600 ABCDEFGHIJKL, ... 
  
 Mencoba menguji semua kemungkinan kombinasi kata kunci 
dengan panjang 6 sangatlah mudah, 720 percobaan descryption dapat 
dilakukan sangat cepat. 720 didapat dari panjang kunci, misalnya panjang 
kunci 6, maka percobaan dilakukan sebanyak 6! =1x2x3x4x5x6 = 720 
percobaan. Walaupun, kita mempunyai harapan yang kecil dari uji coba 
untuk menyebutkan satu per satu semua kemungkinan kata kunci sampai 
dengan panjang key 12 akan memakan banyak waktu. Hal itu adalah 
alasan mengapa berhenti di tahap kata kunci dengan panjang 9 [7]. 





2.7 Metode Kasiski 
 Metode Kasiski merupakan suatu metode dimana dapat membantu 
menemukan panjang kunci dari Vigenere Cipher. Metode Kasiski 
memanfaatkan keuntungan bahasa inggris tidak hanya pengulangan 1 
huruf tapi juga pengulangan pasangan huruf atau tripel. Perulangan seperti 
ini memungkinkan memberikan hasil cipherteks yang berulang (Rinaldi 
Munir, 2006) [2]. 
Metode Kasiski merupakan metode pemecahan algoritma Vigenere 
cipher yang dikemukakan pertama kali oleh Friedrich Kasiski ketika dia 
berhasil memecahkan kriptogram Vigenere cipher pada tahun 1863. 
Namun sebenarnya telah ditemukan sendiri oleh Charles Babbage pada 
tahun 1846.  
Metode Kasiski memanfaatkan kelemahan Vigenere cipher yang 
menggunakan kunci yang sama berulang-ulang sehinggan menghasilkan 
potongan cipherteks yang sama untuk plainteks yang sama.  
Cara kerja metode kasiski ini memanfaatkan keuntungan bahwa bahasa 
Inggris tidak hanya mengandung perulangan huruf, tetapi juga perulangan 
pasangan huruf atau tripel huruf, seperti TH, THE, dsb. Perulangan 
kelompok huruf ini ada kemungkinan menghasilkan kriptogram yang 
berulang [11]. 
Langkah-langkah metode kasiski yaitu : 
1. Temukan semua kriptogram yang berulang di dalam chiperteks 
(pesan yang panjang biasanya mengandung kriptogram yang 
berulang.  





2. Hitung jarak antara kriptogram yang berulang. 
3. Hitung semua faktor (pembagi ) dari jarak tersebut (faktor pembagi 
menyatakan panjang kunci yang mungkin). 
4. Tentukan irisan dari himpunan faktor pembagi tersebut. Nilai yang 
muncul di dalam irisan menyatakan angka yang muncul pada 
semua faktor pembagi dari jarak-jarak tersebut. Nilai tersebut 
mungkin adalah panjang kunci. 
 
Misalkan ciphertext-nya adalah   
 
LJVBQ STNEZ LQMED LJVMA MPKAU FAVAT LJVDA 
YYVNF JQLNP LJVHK VTRNF LJVCM LKETA LJVHU 
YJVSF KRFTT WEFUX VHZNP  
 
 
 Gambar 2.4 Data ciphertext 
 
1. Temukan kriptogram yang berulang.  Salah satu kriptogram 
yang berulang yaitu LJV. 
2. Hitung jarak antar kriptogram yang berulang.  
LJV ke – 1 dengan LJV ke - 2 = 15  
LJV ke – 2 dengan LJV ke - 3 = 15  
LJV ke – 3 dengan LJV ke - 4 = 15  
LJV ke – 4 dengan LJV ke - 5 = 10  
LJV ke – 5 dengan LJV ke - 6 = 10 
 
3. Hitung semua faktor pembagi dari jarak tersebut.  





 Faktor pembagi 15 = {3, 5, 15}  
 Faktor pembagi 10 = {2, 5, 10} 
4. Tentukan irisan dari himpunan faktor permbagi tersebut.  
Irisan dari {3, 5, 15} dan {2, 5, 10} adalah {5}. Jadi perkiraan 
panjang kunci adalah 5 karakter.




 BAB III 
ANALISA DAN PERANCANGAN  
 
3.1 Metode Brute Force Attack 
3.1.1 Analisis Kebutuhan 
 Berdasarkan latar belakang penelitian maka kebutuhan dari 
hasil penelitian ini adalah hasil analisa proses kriptanalisis terhadap 
pesan yang telah dienkripsi menggunakan algoritma Transposisi 
Columnar. Maka proses penelitian yang hendak dilakukan adalah 
proses uji coba yang dilakukan berkali-kali menggunakan beberapa 
tatanan kolom dan kemudian dilakukan penilaian terhadap proses 
kriptanalisis terhadap pesan yang telah dienkripsi menggunakan 
algoritma Transposisi Columnar. Setiap uji coba akan dilakukan 
proses enkripsi, deskripsi dan analisa. Analisa dengan metode brute 
force attack. 
3.1.2 Kebutuhan Input 
1. Beberapa kalimat atau paragraf untuk plaintext. 
2. Beberapa kata key maksimal 7 karakter. Key dibagi 
menjadi dua jenis yaitu key yang susunan karakternya urut 
dan key yang susunan karakternya acak. 





3.1.3 Kebutuhan Proses 
1. Proses Enkripsi sebuah plaintext dengan sebuah key. 
Sehingga jika ada 10 plaintext dan 14 key maka akan 
dilakukan 140 kali proses enkripsi. 
2. Proses Dekripsi sebuah ciphertext dengan brute force 
attack. Proses dilakukan pada 140 ciphertext yang sudah 
dihasilkan sebelumnya. 
3.1.4 Kebutuhan Output 
1. Ciphertext dari setiap uji coba enkripsi 
2. Plaintext dari setiap uji coba dekripsi 
3. Keterangan tentang analisa algoritma dekripsi 
menggunakan brute force attack untuk setiap proses 
dekripsi. 
3.1.5 Perancangan Model Enkriptor 
Proses enkripsi akan meminta data plaintext sejumlah 10 
kalimat. Plaintext tersebut akan disimpan dalam database. 
Kemudian enkripsi membutuhkan data key sejumlah 14 buah key 
dengan panjang dan sifat yang berbeda. Semua plaintext dienkripsi 
menggunakan metode Transposisi Columnar. Setiap plaintext akan 
dienkripsi dengan semua key. Sehingga jumlah proses enkripsi 
yang terjadi adalah 140 kali proses enkripsi. Ciphertext yang 
dihasilkan dari semua proses enkripsi disimpan Adapun flowchart 
proses enkripsi ada pada Gambar 3.1. 
 
























3.1.6 Perancangan Model Dekriptor 
Proses dekripsi dilakukan pada 140 ciphertext yang sudah 

















Gambar 3.2. Model proses dekriptor algoritma transposisi columnar 





Hasil proses dekripsi adalah angka jumlah iterasi setiap proses 
dekripsi. Sehingga hasil dekripsi yang dimaksudkan dalam proses 
kriptanalisis bukanlah plaintext. Jumlah iterasi disimpan bersama dengan 
ciphertext. Analisa dilakukan dengan membandingkan jumlah iterasi 
dengan  sifat key. Hubungan antara panjang key, panjang ciphertext dan 
jumlah waktu mencapai iterasi ke berapa ketika chipertext menjadi 
plaintext 
 
3.2  Metode Kasiski 
Metode ini digunakan untuk mengestimasi kemungkinan panjang kunci yang 
muncul.  
Contoh 1 dengan key 2 : 
1. Temukan semua kriptogram yang berulang di dalam chiperteks 
(pesan yang panjang biasanya mengandung kriptogram yang 
berulang.  
Misal diberikan plaintext : 
Saya mahasiswa teknik Informatika universitas sanata dharma 
yang sedang mengerjakan skripsi 
Dengan key : OK 
Diperoleh chipertext : 
AAAAIWTKIIFRAIANVRIASNTDAMYNSDNMNEJKNKISMS
YMHSSAENKNOMTKUIESTSAAAHRAAGEAGEGRAASRPI 
  Kriptogram yang berulang adalah AA  
2. Hitung jarak antara kriptogram yang berulang. 





AA ke 1 dengan AA ke 2 adalah 4 
AA ke 2 dengan AA ke 3 adalah 62 
AA ke 3 dengan AA ke 4 adalah 5 
Aa ke 5 dengan aa ke 6 adalah 10 
3. Hitung semua faktor (pembagi ) dari jarak tersebut (faktor pembagi 
menyatakan panjang kunci yang mungkin). 
Faktor pembagi  
4 = {1, 2, 4} 
62 = {1, 2, 4, 31, 62} 
5 = {1, 5} 
10 = {1, 2, 5} 
4. Tentukan irisan dari himpunan faktor pembagi tersebut. Nilai yang 
muncul di dalam irisan menyatakan angka yang muncul pada 
semua faktor pembagi dari jarak-jarak tersebut. Nilai tersebut 
mungkin adalah panjang kunci. 
Irisan dari :  
4 = {1, 2, 4} 
62 = {1, 2, 4, 31, 62} 
5 = {1, 5} 
10 = {1, 2, 5} 
Adalah 2 , jadi kemungkinan panjang kunci = 2  





HASIL DAN PEMBAHASAN 
 
4.1 Kriptanalisis Menggunakan Metode Brute Force Attack 
4.1.1 Mempersiapkan Kandidat Kunci dan Plaintext 
 Kandidat kunci yang dipersiapkan adalah sebuah kata yang diatur 
panjangnya dan urutan huruf alfabetiknya. Panjang kunci yang disiapkan adalah 
sepanjang dua huruf, sampai tujuh huruf. Kunci dibagi menjadi dua jenis yaitu 
kunci yang urutan huruf penyusunnya bersifat acak dan bersifat huruf. 
Tabel 4.1. Kandidat kunci 
ID_K Kunci Panjang Kunci Sifat 
1 Ok 2 Acak 
2 Ab 2 Urut 
3 Oke 3 Acak 
4 Abc 3 Urut 
5 Baik 4 Acak 
6 Abcd 4 Urut 
7 Bagus 5 Acak 
8 Abcd 5 Urut 
9 Angelo 6 Acak 
10 Abcdef 6 Urut 
11 Ajegilo 7 Acak 
12 Abcdefg 7 Urut 
13 Ajegilor 8 Acak 
14 Abcdefgh 8 Urut  
 





 Setiap kandidat kunci tersebut diuji cobakan untuk mengenkripsi 10 
plaintext yang berbeda. 




1 Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
2 Bukan salah bunda mengandung tapi salah siapa ya 
3 Ada udang di balik batu artinya udang itu sedang bersembunyi 
4 Saya kira sudah waktunya menyerang dan tidak bertahan terus 
5 Cemburu tanda cinta dan marah tandanya sayang 
6 Kanjeng Raden roro bendoro ayu hamemayu hayuning bawono 
7 Ketika senyum dan sapa menjadi canda tawa selanjutnya terserah 
anda 





4.1.2 Hasil Enkripsi dan Deskripsi  
4.1.2.1 Hasil Enkripsi Algoritma Transposisi Columnar  
 Hasil enkripsi plaintext pada Tabel 4.2. dengan kandidat kunci 
pada Tabel 4.1. menghasilkan 120 ciphertext yang berbeda.   
Tabel 4.3. Hasil enkripsi  
ID ID_P ID_K Ciphertext 
1 1 1 aaMhssaSnt hraMnejknSrpiSy aaiw aaaDam egraa kis 
2 1 2 Sy aaiw aaaDam egraa kisaaMhssaSnt hraMnejknSrpi 
3 1 3 yMas nahmMgjaSiia hiaatDr nrk rsSaaswSa aaeeankp 
4 1 4 SaaswSa aaeeankpa hiaatDr nrk rsyMas nahmMgjaSii 





5 1 5 aMsan rMekSpS awaaa ga iyai aDmeraksahsSthanjnri 
6 1 6 S awaaa ga iaMsan rMekSpyai aDmeraksahsSthanjnri 
7 1 7 aasa mnaSsSMiSarej pyhwnDagkki s taMrni*aaaah 
ear* 
8 1 8 SMiSarej paasa mnaSsyhwnDagkkiaaaah ear* s 
taMrni* 
9 1 9 SawaaeakasS aenpya amgai iaD r sahatrnkrMsnhMjSi 
10 1 10 Sawaaeakahatrnkrya amgaiasS aenp iaD r sMsnhMjSi 
11 1 11 Sh   jkysahekiainanap sargnsaaSDMarMwtme 
iaaaarS* 
12 1 12 Sh   jkaaSDMarysahekiainanap sargnsMwtme 
iaaaarS* 
13 1 13 Saaag yiamrkastajr wa aiasnreSMa Mkpa DeashShnni 
14 1 14 Saaag asnreSyiamrkastajr wa aiMa Mkpa DeashShnni 
15 2 1 ua aa ud egnugtp aa ip aBknslhbnamnadn aislhsaay 
16 2 2 Bknslhbnamnadn aislhsaayua aa ud egnugtp aa ip a 
17 2 3 k l n nnntiahiaaunahuaeau psaspyBasabdmgdga l a 
18 2 4 Basabdmgdga l a unahuaeau psaspyk l n nnntiahiaa 
19 2 5 u au gut ai Bnlband ilsakshnmanashayaa dengpa pa 
20 2 6 Bnlband ilsau au gut ai kshnmanashayaa dengpa pa 
21 2 7 us agnpliyB hdnuaas kab agiaaananedts a*alumn  
hp* 
22 2 8 B hdnuaas us agnpliykab agiaaaalumn  hp*nanedts 
a* 
23 2 9 Bsbmdalaaadgg   klnnnihanhaa ssyuaueupap   ntaia 
24 2 10 Bsbmdalauaueupapklnnnihaaadgg   nhaa ssy   ntaia 
25 2 11 Bang aakaanaaaah dph n mui yuldatlp ben 
sasungsi* 
26 2 12 Bang aauldatlpkaanaaaah dph n mui y ben 
sasungsi* 
27 2 13 Bladiskhmnsaa egapnbn laua u i ugta snaahyadnp a 
28 2 14 Bladisua u ikhmnsaa egapnbn la ugta snaahyadnp a 
29 3 1 d dn iblkbt riy dn t eagbrebniAauagd ai 
auatnauagiusdn esmuy 
30 3 2 Aauagd ai auatnauagiusdn esmuyd dn iblkbt riy dn 
t eagbrebni 
31 3 3 adgiaka tyuni dgeeuidundbiburn a uenbsbyA a  l 
taiadgtsa rmn 





32 3 4 A a  l taiadgtsa rmndundbiburn a uenbsbyadgiaka 
tyuni dgeeui 
33 3 5 dd bktryd  abenAug iaanugud suaada utaaisnemy 
nilb i ntegrbi 
34 3 6 Aug iaanugud sudd bktryd  abenaada utaaisnemy 
nilb i ntegrbi 
35 3 7 daiitt g nruAddlaranuaeban kuiu sgsnu abayatdbmi 
gb  ndie ey 
36 3 8 Addlaranuaebdaiitt g nruan kuiu sgsn gb  ndie 
eyu abayatdbmi 
37 3 9 Aa  aags m  ltidtarnagaatuideuudiunaunsydnbbr  
ebbdik yn gei 
38 3 10 Aa  aags mdnbbr  ebbagaatuideu  
ltidtarnudiunaunsydik yn gei 
39 3 11 Anatnnsbua i a dry dka iasiui rutne*dgluygeend 
btdugm*abaia  b* 
40 3 12 Anatnnsbudgluygeena i a dry dka iasiui rutne*d 
btdugm*abaia  b* 
41 3 13 Agiauu uad tasey ibineriu angds*d krd bndbty 
ae*aauainm*nl  tgb* 
42 3 14 Agiauu ud krd bnad tasey ibineriu angds*dbty 
ae*aauainm*nl  tgb* 
43 4 1 aakr ua atnamneagdntdkbraa eu*Sy iasdhwkuy eyrn 
a ia ethntrs 
44 4 2 Sy iasdhwkuy eyrn a ia ethntrsaakr ua 
atnamneagdntdkbraa eu* 
45 4 3 ykauhauaeend d rh r*a rsawtymya nikeanesSai d kn 
nrgatabtatu 
46 4 4 Sai d kn nrgatabtatua rsawtymya 
nikeanesykauhauaeend d rh r* 
47 4 5 ak aanmegndba uS adwu ynai tnryishkyer  aehtsaru 
tanadtkrae* 
48 4 6 S adwu ynai tnrak aanmegndba uyishkyer  aehtsaru 
tanadtkrae* 
49 4 7 aiuwneaadearSks umrdibheyrdaynnnarnu  ht e t 
at*aaakayg kt s 
50 4 8 Sks umrdibheaiuwneaadearyrdaynnnarnuaaakayg kt s  
ht e t at* 
51 4 9 Sidk raatta  nngtbauyahuen  hr swyy 






52 4 10 Sidk raattaratmankaeyahuen  hra  nngtbau swyy 
ienskuaaeddr * 
53 4 11 Srhnydaary warn asasa a bn* ukmnte *aa 
yeakhukdtegirt*iaun dte* 
54 4 12 Srhnydaaraa yeakhuy warn asasa a bn* ukmnte 
*kdtegirt*iaun dte* 
55 4 13 Saw nitryske ahsautndka* duya n*a amgdaukanenb 
*ihyr et*r aatre* 
56 4 14 Saw nitra amgdauyske ahsautndka* duya n*kanenb 
*ihyr et*r aatre* 
57 5 1 ebr ad it a aa adnasyn*Cmuutnacnadnmrhtnay aag 
58 5 2 Cmuutnacnadnmrhtnay aagebr ad it a aa adnasyn* 
59 5 3 mrtdctd r nn ygeu n n nahaaaanCbuaaiaamatdysa 
60 5 4 Cbuaaiaamatdysaeu n n nahaaaanmrtdctd r nn yg 
61 5 5 era taa day*Cutandmhnyagmuncanrta a*b di  aansn* 
62 5 6 Cutandmhnyagera taa day*muncanrta a*b di  aansn* 
63 5 7 eudnarayyCrnidatnam atnanaauac m asgbt a hd n 
64 5 8 Crnidatnaeudnarayym atnanaabt a hd nuac m asg 
65 5 9 Cuaamtyabaiaads*mtcdrn gunnnhaa*e   aaanrdt  ny* 
66 5 10 Cuaamtyae   aaanmtcdrn gbaiaads*unnnhaa*rdt  ny* 
67 5 11 C cahnaman tagbntma *udaans*etin ynra rda*u 
daay* 
68 5 12 C cahnaetin ynman tagbntma *udaans*ra rda*u 
daay* 
69 5 13 Ctnmnamnaraabd annuadhygeatadyr a a*ucnt * i as* 
70 5 14 Ctnmnaeatadymnaraabd annuadhygr a a*ucnt * i as* 
71 6 1 ajn ae oobnooauhmmy auigbwn*KnegRdnrr edr y 
aeauhynn aoo 
72 6 2 KnegRdnrr edr y aeauhynn aooajn ae oobnooauhmmy 
auigbwn* 
73 6 3 nnReroeo uamuangan*ae d rbdoyheyhunbo*Kjgano nra 
ma yi wo 
74 6 4 Kjgano nra ma yi woae d rbdoyheyhunbo*nnReroeo 
uamuangan* 
75 6 5 ana onoumyaibnKeRnreryaahn ongdr d  euynaoj 
eoboahm ugw* 
76 6 6 KeRnreryaahn oana onoumyaibnngdr d  euynaoj 
eoboahm ugw* 





77 6 7 agern haanwKndoeo mhian nodaayygoearbrue nbojR  
oymuu n 
78 6 8 Kndoeo mhiaagern haanwn nodaayygojR  oymuu 
nearbrue nbo 
79 6 9 Kgn r ay ojaonam iw*nRre auna*edrdyehno*a  
bohyub*neooumagn* 
80 6 10 Kgn r ay oa  bohyub*nRre auna*jaonam 
iw*edrdyehno*neooumagn* 
81 6 11 K rnymybnaro ynwjdorhuioee oa nnaRoduauannb 
mhgog eaea * 
82 6 12 K rnymybaRoduauanaro ynwjdorhuioee oa nnnnb 
mhgog eaea * 
83 6 13 KRrrah nd  eyajebamuweneyanoaaoomabn nuyingrd 
uno ooh g* 
84 6 14 KRrrah aaoomabnd  eyajebamuweneyanon nuyingrd 
uno ooh g* 
85 7 1 eiasnu a aamnaicnatw eajty esrhad*Ktk eymdnsp 
ejd ad aaslnunatrea na 
86 7 2 Ktk eymdnsp ejd ad aaslnunatrea naeiasnu a 
aamnaicnatw eajty esrhad* 
87 7 3 taeud pmjiaaa ljn rr d*eksy na ndcdtaentaeehn*Ki 
nmasaea n wsauytsaaa 
88 7 4 Ki nmasaea n wsauytsaaaeksy na 
ndcdtaentaeehn*taeud pmjiaaa ljn rr d* 
89 7 5 ean  anint at shdKkemnpeda aluarant yds j 
dasnnte 
90 7 6 Kkemnpeda aluaranean  anint at shdt yds j 
dasnnte aisuaamacawejyera* 
91 7 7 e unajc  nyrhaKayapn aaaneadtsm  aatsjas 
*kndaeidwlttrn*ie smdnaeu ea* 
92 7 8 Kayapn aaaneade unajc  nyrhatsm  aatsjas *ie 
smdnaeu ea*kndaeidwlttrn* 
93 7 9 K mse  sutaainaaanwaysa*tedpjaalnr *kyn 
ddanaen*es ancteteh*au mia j rd 
94 7 10 K mse  sutaaes ancteteh*tedpjaalnr 
*inaaanwaysa*kyn ddanaen*au mia j rd* 
95 7 11 Ksdadastratnnm tlyediy ecaaarakusnawn a*eea i 
ensnamajnajth*  pad ue * 





96 7 12 Ksdadastraeea i ensntnnm tlyediy ecaaarakusnawn 
a*amajnajth*  pad ue * 
97 7 13 Keneaaurntysjdsneaiuaaaeyr*kmpd laa*en nn tsda 
aita h* d  ant *samcwjea* 
98 7 14 Keneaaurnen nn tsdtysjdsneaiuaaaeyr*kmpd laa*a 
aita h* d  ant *samcwjea* 
99 8 1 aaMhssaSnt hraignsgr iuajd ajn*Sy aaiw aaaDam ni 
eeawsd aisraa 
100 8 2 Sy aaiw aaaDam ni eeawsd aisraaaaMhssaSnt 
hraignsgr iuajd ajn* 
101 8 3 yMas nahmiise saa rn*a hiaatDr g 
gaidjiaa*SaaswSa aannerwu dsja 
102 8 4 SaaswSa aannerwu dsjaa hiaatDr g gaidjiaa*yMas 
nahmiise saa rn* 
103 8 5 aMsan ring uj j*S awaaa ieas irayai aDmn 
ewdasa*ahsSthagsriadan* 
104 8 6 S awaaa ieas iraaMsan ring uj j*yai aDmn 
ewdasa*ahsSthagsriadan* 
105 8 7 aasa mge ddr*SMiSarnsauaaayhwnDaigwaij* s tai 
rsjsn*aaaah nei  a* 
106 8 8 SMiSarnsauaaaaasa mge ddr*yhwnDaigwaij*aaaah nei  
a* s tai rsjsn* 
107 8 9 Sawaanew saasS anrudj*ya amiesar* iaD  
adia*ahatrggija*Msnhis a n* 
108 8 10 Sawaanew saahatrggija*ya amiesar*asS anrudj* iaD  
adia*Msnhis a n* 
109 8 11 Sh   swjrysahngsdaainageuin sarird 
aaaSDieiajMwtmnaas*aaaa   a* 
110 8 12 Sh   swjraaSDieiajysahngsdaainageuin sarird 
aMwtmnaas*aaaa   a* 
111 8 13 Saaaia ryiam waaastasidn wa esiaasnrn jjMa igu 
*a Dneds*hShgraa* 
112 8 14 Saaaia rasnrn jjyiam waaastasidn wa esiaMa igu 
*a Dneds*hShgraa* 
113 9 1 jglaeiojglaeiojglaeiojglaeiojgl*aeiojglaeiojglae
iojglaeiojglaeio 
114 9 2 aeiojglaeiojglaeiojglaeiojglaeiojglaeiojglaeiojg
laeiojglaeiojgl* 
115 9 3 eljiagoeljiagoeljiagojiagoeljiagoeljiagoelagoelj
iagoeljiagoelji 





116 9 4 agoeljiagoeljiagoeljijiagoeljiagoeljiagoeleljiag
oeljiagoeljiago 
117 9 5 jleogaijleogaijlaijleogaijleogaieogaijleogaijleo
gaijleogaijleog* 
118 9 6 aijleogaijleogaijleogaijleogaijleogaijleogaijleo
gaijleogaijleog* 
119 9 7 joiealgjoiealalgjoiealgjoiealgjoiealgjoiealgjoie
alg*gjoiealgjoie* 
120 9 8 algjoiealgjoijoiealgjoiealealgjoiealgjogjoiealgj
oie*iealgjoiealg* 
121 9 9 aoligejaoligejaoligej*ejaoligejaoigejaolige*jaol
igejaolligejaolig* 
122 9 10 aoligejaolijaoligejaolejaoligejaogejaoligej*igej
aolige*ligejaolig* 
123 9 11 aaaaaaaaaeeeeeeeeegggggggggiiiiiiiiijjjjjjjjjlll
llllllooooooooo 
124 9 12 aaaaaaaaajjjjjjjjjeeeeeeeeegggggggggiiii
iiiiilllllllllooooooooo 
125 9 13 ajegiloaegiloajegiloajegiloajegijegiloajloajegil
oajegiloajegilo* 
126 9 14 ajegiloajegiloajegiloajegiloajegiloajegiloajegil
oajegiloajegilo* 
127 10 1 aokblnuaokblnuaokblnuaokblnuaok*blnuaokblnuaokbl
nuaokblnuaokblnu 
128 10 2 blnuaokblnuaokblnuaokblnuaokblnuaokblnuaokblnuao
kblnuaokblnuaok* 
129 10 3 lkanboulkanboulkanbouanboulkanboulkanboulkboulka
nboulkanboulkan 
130 10 4 boulkanboulkanboulkananboulkanboulkanboulklkanbo
ulkanboulkanbou 
131 10 5 akluobnakluobnakbnakluobnakluobnluobnakluobnaklu
obnakluobnakluo* 
132 10 6 bnakluobnakluobnakluobnakluobnakluobnakluobnaklu
obnakluobnakluo* 
133 10 7 aunlbkoaunlbkbkoaunlbkoaunlbkoaunlbkoaunlbkoaunl
bko*oaunlbkoaunl* 
134 10 8 bkoaunlbkoaunaunlbkoaunlbklbkoaunlbkoauoaunlbkoa
unl*nlbkoaunlbko* 
135 10 9 buknolabuknolabuknola*labuknolabunolabuknol*abuk






136 10 10 buknolabuknabuknolabuklabuknolabuolabuknola*nola
buknol*knolabukno* 
137 10 11 bbbbbbbbblllllllllooooooooonnnnnnnnnaaaaaaaaakkk
kkkkkkuuuuuuuuu 
138 10 12 bbbbbbbbbaaaaaaaaalllllllllooooooooonnnnnnnnnkkk
kkkkkkuuuuuuuuu 
139 10 13 balonkublonkubalonkubalonkubalonalonkubakubalonk
ubalonkubalonku* 
140 10 14 balonkubalonkubalonkubalonkubalonkubalonkubalonk
ubalonkubalonku* 
 
 Columnar transposition merupakan salah satu metode kriptografi 
dimana pesan dituliskan berderet dari suatu panjang yang ditetapkan, 
lalu dibaca kembali kolom per kolom dengan urutan pembacaan 
berdasarkan suatu kata kunci. Panjang deret ditentukan oleh panjang 
kata kunci. Urutan pembacaan kolom berdasarkan urutan abjad kata 
kunci.  
 Dari Tabel 4.3 Hasil Enkripsi di dapat ciphertext 1 sampai 9 tidak 
mengandung keteraturan. Namun untuk key yang urut “ABCDE” dan 
panjangnya sama dengan plaintext yang berulang dan disusun kata 
maka hasilnya adalah pola plaintext yang berulang tersebut. 
Percobaan ditemukan pada plaintext 9 dan 10. Plaintext 
“ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegilo” 
dienkripsi menggunakan kunci “ABCDEFG” akan menghasilkan 
ciphertext 
“aaaaaaaaajjjjjjjjjeeeeeeeeegggggggggiiiiiiiiil
llllllllooooooooo” . Hal ini terjadi karena algoritma 
transposisi columnar tidak bersifat substitusi yaitu karakter yang 





berubah. Algoritma transposisi selalu menghasilkan ciphertext dari 
plaintext nya itu sendiri, dimana kunci sangat berperan penting untuk 
enkripsi. Panjang kolom ditentukan oleh panjang kata kunci. Urutan 
pembacaan kolom berdasarkan urutan abjad kata kunci Jadi 
probabilitas ciphertext untuk menjadi plaintext kembali juga 
tergantung pada panjang kuncinya dan pola kuncinya. Tanda “ * ” 
adalah padding di ciphertext yang telah dienkripsi, ketika dikolomkan 
dan sisa, kolom sisa akan diisi anda “ * ” 
 
4.1.2.2 Hasil Deskripsi Menggunakan Brute Force Attack 
Tabel 4.4. Hasil dekripsi menggunakan bruteforce attack 
No. No. Plaintext Kunci Enkripsi Sifat Kunci Deskripsi Iterasi 
1 1 Ok A ba 2 
2 1 Ab U ab 1 
3 1 Oke A cba 8 
4 1 Abc U abc 3 
5 1 Baik A bacd 15 
6 1 Abcd U abcd 9 
7 1 Bagus A baced 58 
8 1 Abcde U abcde 33 
9 1 Angelo A aecbdf 231 
10 1 Abcdef U abcdef 153 
11 1 Ajegilo A aebcdfg 1233 
12 1 Abcdefg U abcdefg 873 
13 1 Ajegilor A aebcdfgh 8073 
14 1 Abcdefgh U abcdefgh 5913 
15 2 Ok A ba 2 
16 2 Ab U ab 1 
17 2 Oke A cba 8 
18 2 Abc U abc 3 
19 2 Baik A bacd 15 
20 2 Abcd U abcd 9 
21 2 Bagus A baced 58 
22 2 Abcde U abcde 33 
23 2 Angelo A aecbdf 231 
24 2 Abcdef U abcdef 153 





25 2 Ajegilo A aebcdfg 1233 
26 2 Abcdefg U abcdefg 873 
27 2 Ajegilor A aebcdfgh 8073 
28 2 Abcdefgh U abcdefgh 5913 
29 3 Ok A ba 2 
30 3 Ab U ab 1 
31 3 Oke A cba 8 
32 3 Abc U abc 3 
33 3 Baik A bacd 15 
34 3 Abcd U abcd 9 
35 3 Bagus A baced 58 
36 3 Abcde U abcde 33 
37 3 Angelo A aecbdf 231 
38 3 Abcdef U abcdef 153 
39 3 Ajegilo A aebcdfg 1233 
40 3 Abcdefg U abcdefg 873 
41 3 Ajegilor A aebcdfgh 8073 
42 3 Abcdefgh U abcdefgh 5913 
43 4 Ok A ba 2 
44 4 Ab U ab 1 
45 4 Oke A cba 8 
46 4 Abc U abc 3 
47 4 Baik A bacd 15 
48 4 Abcd U abcd 9 
49 4 Bagus A baced 58 
50 4 Abcde U abcde 33 
51 4 Angelo A aecbdf 231 
52 4 Abcdef U abcdef 153 
53 4 Ajegilo A aebcdfg 1233 
54 4 Abcdefg U abcdefg 873 
55 4 Ajegilor A aebcdfgh 8073 
56 4 Abcdefgh U abcdefgh 5913 
57 5 Ok A ba 2 
58 5 Ab U ab 1 
59 5 Oke A cba 8 
60 5 Abc U abc 3 
61 5 Baik A bacd 15 
62 5 Abcd U abcd 9 
63 5 Bagus A baced 58 
64 5 Abcde U abcde 33 
65 5 Angelo A aecbdf 231 
66 5 Abcdef U abcdef 153 
67 5 Ajegilo A aebcdfg 1233 
68 5 Abcdefg U abcdefg 873 
69 5 Ajegilor A aebcdfgh 8073 
70 5 Abcdefgh U abcdefgh 5913 
71 6 Ok A ba 2 





72 6 Ab U ab 1 
73 6 Oke A cba 8 
74 6 Abc U abc 3 
75 6 Baik A bacd 15 
76 6 Abcd U abcd 9 
77 6 Bagus A baced 58 
78 6 Abcde U abcde 33 
79 6 Angelo A aecbdf 231 
80 6 Abcdef U abcdef 153 
81 6 Ajegilo A aebcdfg 1233 
82 6 Abcdefg U abcdefg 873 
83 6 Ajegilor A aebcdfgh 8073 
84 6 Abcdefgh U abcdefgh 5913 
85 7 Ok A ba 2 
86 7 Ab U ab 1 
87 7 Oke A cba 8 
88 7 Abc U abc 3 
89 7 Baik A bacd 15 
90 7 Abcd U abcd 9 
91 7 Bagus A baced 58 
92 7 Abcde U abcde 33 
93 7 Angelo A aecbdf 231 
94 7 Abcdef U abcdef 153 
95 7 Ajegilo A aebcdfg 1233 
96 7 Abcdefg U abcdefg 873 
97 7 Ajegilor A aebcdfgh 8073 
98 7 Abcdefgh U abcdefgh 5913 
99 8 Ok A ba 2 
10 8 Ab U ab 1 
101 8 Oke A cba 8 
102 8 Abc U abc 3 
103 8 Baik A bacd 15 
104 8 Abcd U abcd 9 
105 8 Bagus A baced 58 
106 8 Abcde U abcde 33 
107 8 Angelo A aecbdf 231 
108 8 Abcdef U abcdef 153 
109 8 Ajegilo A aebcdfg 1233 
110 8 Abcdefg U abcdefg 873 
111 8 Ajegilor A aebcdfgh 8073 
112 8 Abcdefgh U abcdefgh 5913 
113 9 Ok A ba 2 
114 9 Ab U ab 1 
115 9 Oke A cba 8 
116 9 Abc U abc 3 
117 9 Baik A bacd 15 
118 9 Abcd U abcd 9 





119 9 Bagus A baced 58 
120 9 Abcde U abcde 33 
121 9 Angelo A aecbdf 231 
122 9 Abcdef U abcdef 153 
123 9 Ajegilo A aebcdfg 1233 
124 9 Abcdefg U abcdefg 873 
125 9 Ajegilor A aebcdfgh 8073 
126 9 Abcdefgh U abcdefgh 5913 
127 10 Ok A ba 2 
128 10 Ab U ab 1 
129 10 Oke A cba 8 
130 10 Abc U abc 3 
131 10 Baik A bacd 15 
132 10 Abcd U abcd 9 
133 10 Bagus A baced 58 
134 10 Abcde U abcde 33 
135 10 Angelo A aecbdf 231 
136 10 Abcdef U abcdef 153 
137 10 Ajegilo A aebcdfg 1233 
138 10 Abcdefg U abcdefg 873 
139 10 Ajegilor A aebcdfgh 8073 
140 10 Abcdefgh U abcdefgh 5913 
 
Hasil deskripsi menggunakan metode brute force attack, yaitu dengan 
mencobai satu persatu ciphertext dengan key sebanyak 
8!=1x2x3x4x5x6x7x8 atau sebanyak 40,320 percobaan. Iterasi untuk 
mendapatkan plaintext kembali akan berhenti ketika ciphertext 
berubah kembali menjadi plaintext.    Dari percobaan yang telah 
dilakukan dengan menggunakan metode brute force attack di 
simpulkan bahwa ciphertext akan menjadi plaintext kembali ketika di 
cobai dengan kunci yang memiliki pola yang sama, dimana ciphertext 
yang telah dienkripsi dengan menggunakan key “ANGELO” dapat 
dikembalikan atau dicobai dengan kunci “AECBDF” sehingga iterasi 
akan berhenti ketika kunci AECBDF digunakan untuk membongkar 
ciphertext yang sudah dienkripsi menggunakan algoritma Transposisi 





Columnar. Kunci “ANGELO” dan “AECBDF” memiliki pola urutan 
yang sama yaitu 153246. Selanjutnya Tabel 4.4 Hasil Dekripsi 
Menggunakan Bruteforce Attack  memperlihatkan bahwa key yang 
bersifat acak akan mempunyai iterasi yang lebih lama dibandingkan 
key yang bersifat urut. 
Rata-rata iterasi brute force untuk membongkar enkripsi dengan kunci 
bersifat ACAK : 128 sedangkan rata-rata iterasi brute force untuk 
membongkar enkripsi dengan kunci bersifat URUT :  89. Dari uraian 
diatas Brute Force Attack mampu membongkar atau mengembalikan 
ciphertext menjadi plaintext.  
 
4.2 Kriptanalisis Menggunakan Metode Kasiski 
1. Plaintext : 
Saya mahasiswa teknik Informatika universitas sanata dharma yang 






Pada metode kasiski, ciphertext dicari karakter berulang baik itu dalam 
bentuk bigram maupun trigram. Kemudian kita hitung jarak antara 
karakter berulang tersebut dan catat setiap jaraknya antar satu dengan yang 
lain.  





Tabel 4.5 Jarak kemunculan bigram 
 
AA: 1, 2, 62, 63, 67, 76 
AA: 1, 61, 62, 66, 75 
AA: 60, 61, 65, 74 
AI:  9 
TK: 48 
KI : 30 
RA: 55, 64 







AA: 1, 5, 14 







Dari hasil pembagian perulangan karakter dengan menggunakan bigram, 
terlihat beberapa hasil dengan karakter yang sering muncul dan berulang 
dengan jarak yang jauh dan dekat. Dari hasil ini kita menghitung karakter 
yang benar-benar sering muncul atau paling banyak muncul yang 
kemudian kita hitung jarak kemunculan satu dengan yang lain itu 
menggunakan faktor persekutuan terbesar. Seperti yang terlihat karakter 
AA merupakan karakter yang paling banyak muncul pada cipherteks. 
 
Dari karakter AA di dapat jarak 1, 2, 62, 63, 67, 76, 1, 61, 62, 66, 75, 60, 
61, 65, 74, 1, 5, 14, 4, 13, 9 
Dari angka-angka tersebut dapat dicari faktor persekutuan terbesarnya 
dengan bantuk micorsoft excel dengan rumus 
=GCD(angka1,angka2,...,angka terakhir). Dari masukkan angka-angka di 









2. Plaintext : 
Saya mahasiswa teknik Informatika universitas sanata dharma yang 







Pada metode kasiski, ciphertext dicari karakter berulang baik itu dalam 
bentuk bigram maupun trigram. Kemudian kita hitung jarak antara 
karakter berulang tersebut dan catat setiap jaraknya antar satu dengan yang 
lain.  
Tabel 4.6 Jarak kemunculan bigram 
 
sa: 12, 19, 67 
ak: 20, 31 
sa: 7, 55 
aa: 29, 30 
ma: 11 












nr: 9, 24 
nr: 15 
            rt: 4 
 
Dari hasil pembagian perulangan karakter dengan menggunakan bigram, 
terlihat beberapa hasil dengan karakter yang sering muncul dan berulang 
dengan jarak yang jauh dan dekat. Dari hasil ini kita menghitung karakter 
yang benar-benar sering muncul atau paling banyak muncul yang 





kemudian kita hitung jarak kemunculan satu dengan yang lain itu 
menggunakan faktor persekutuan terbesar. Seperti yang terlihat karakter sa 
merupakan karakter yang paling banyak muncul pada cipherteks. 
Dari karakter sa di dapat jarak 12, 19, 67, 7, 55, 48 
Dari angka-angka tersebut dapat dicari faktor persekutuan terbesarnya 
dengan bantuk micorsoft excel dengan rumus 
=GCD(angka1,angka2,...,angka terakhir). Dari masukkan angka-angka di 
atas didapatkan kemungkinan panjang kunci dari cipherteks adalah 1. 
 
3. Plaintext : 
Saya mahasiswa teknik Informatika universitas sanata dharma yang 
sedang mengerjakan skripsi 





Mencari karakter berulang baik itu dalam bentuk bigram maupun trigram. 
Kemudian kita hitung jarak antara karakter berulang tersebut dan catat 
setiap jaraknya antar satu dengan yang lain.  










aa: 6, 31, 42 



















Dari hasil pembagian perulangan karakter dengan menggunakan bigram, 
terlihat beberapa hasil dengan karakter yang sering muncul dan berulang 
dengan jarak yang jauh dan dekat. Dari hasil ini kita menghitung karakter 
yang benar-benar sering muncul atau paling banyak muncul yang 
kemudian kita hitung jarak kemunculan satu dengan yang lain itu 
menggunakan faktor persekutuan terbesar. Seperti yang terlihat karakter 
aa merupakan karakter yang paling banyak muncul pada cipherteks. 
Dari karakter aa di dapat jarak 6, 31, 42, 25, 36, 11 
Dari angka-angka tersebut dapat dicari faktor persekutuan terbesarnya 
dengan bantuk micorsoft excel dengan rumus 
=GCD(angka1,angka2,...,angka terakhir). Dari masukkan angka-angka di 
atas didapatkan kemungkinan panjang kunci dari cipherteks adalah 1. 
 
 
4. Plaintext :  
Balonku ada lima Rupa rupa warnanya Hijau  kuning kelabu Merah muda 
dan biru Meletus balon hijau DOR Hatiku sangat kacau 













Mencari karakter berulang baik itu dalam bentuk bigram maupun trigram. 
Kemudian kita hitung jarak antara karakter berulang tersebut dan catat 
setiap jaraknya antar satu dengan yang lain 
Tabel 4.9 Jarak kemunculan bigram 
 
bk: 20 
kg: 14, 91 
aa: 35, 68, 93, 102, 117 
ai: 22, 102, 111 





un: 13, 36, 49 
ar: 26, 33 
ra: 22, 28, 77 
ai: 80, 89 
il: 14 
un: 23, 36 
ua: 25 





ra: 6, 55 
na: 7, 72 
ar: 7 
ra: 49 




aa: 25, 34, 49 
tl: 14 
ma: 8 
au: 16, 36 
aa: 9, 24 
au: 20 
aa: 15 
            ai: 9 
 
Dari hasil pembagian perulangan karakter dengan menggunakan bigram, 
terlihat beberapa hasil dengan karakter yang sering muncul dan berulang 
dengan jarak yang jauh dan dekat. Dari hasil ini kita menghitung karakter 
yang benar-benar sering muncul atau paling banyak muncul yang 
kemudian kita hitung jarak kemunculan satu dengan yang lain itu 





menggunakan faktor persekutuan terbesar. Seperti yang terlihat karakter 
aa, ai, ra, ar merupakan karakter yang paling banyak muncul pada 
cipherteks. 
 
Dari karakter aa di dapat jarak 35, 68, 93, 102, 117, 25, 34, 49, 33, 58, 67, 
82, 9, 24, 15 faktor persekutuan terbesarnya = 1 
Dari karakter ai di dapat jarak  22, 102, 111, 80, 89,  faktor persekutuan 
terbesarnya = 1 
Dari karakter ra  di dapat jarak 22, 28, 77, 6, 55 faktor persekutuan 
terbesarnya = 1 
Dari karakter ar di dapat jarak 7,  26, 33 faktor persekutuan terbesarnya = 
1 
Dari angka-angka tersebut dapat dicari faktor persekutuan terbesarnya 
dengan bantuk micorsoft excel dengan rumus 
=GCD(angka1,angka2,...,angka terakhir). Dari masukkan angka-angka di 
atas didapatkan kemungkinan panjang kunci dari cipherteks adalah 1. 
 
 
5. Plaintext : 
 
Saya mahasiswa teknik Informatika universitas sanata dharma yang 
sedang mengerjakan skripsi 
Key = TOS 
Ciphertext :  








Mencari karakter berulang baik itu dalam bentuk bigram maupun trigram. 
Kemudian kita hitung jarak antara karakter berulang tersebut dan catat 
setiap jaraknya antar satu dengan yang lain.  
Tabel 4.10 Jarak kemunculan bigram  
 
ma: 70 
as: 26, 70 
ak: 50, 70 
ne: 8, 10 
ei: 20 
is: 41 











sa: 14, 26, 33 
sa: 12, 19 
ak: 20 
            sa: 7 
 
 
Dari hasil pembagian perulangan karakter dengan menggunakan bigram, 
terlihat beberapa hasil dengan karakter yang sering muncul dan berulang 
dengan jarak yang jauh dan dekat. Dari hasil ini kita menghitung karakter 
yang benar-benar sering muncul atau paling banyak muncul yang 
kemudian kita hitung jarak kemunculan satu dengan yang lain itu 
menggunakan faktor persekutuan terbesar. Seperti yang terlihat karakter 
as, aa, sa merupakan karakter yang paling banyak muncul pada cipherteks. 
Dari karakter as di dapat jarak 26, 70, 44 faktor persekutuan terbesar = 2 
Dari karakter aa di dapat jarak 1, 52, 51 faktor persekutuan terbesar = 1 
Dari Karakter sa di dapat jarak 14, 26, 33, 12, 19 faktor persekutuan 
terbesar = 1 





Dari angka-angka tersebut dapat dicari faktor persekutuan terbesarnya 
dengan bantuk micorsoft excel dengan rumus 
=GCD(angka1,angka2,...,angka terakhir). Dari masukkan angka-angka di 
atas didapatkan kemungkinan panjang kunci dari ciphertext adalah 2 dan 1 
 
Dari percobaan yang dilakukan di dapat bahwa kasiski tidak 
bekerja untuk mengestimasi kemungkinan panjang kunci dari algoritma 
yang berbasis transposisi karena tidak ada keterkaitan antara plainteks dan 
kunci dalam hal perulangan kata pada plainteks. Ciphertext yang 
dihasilkan dari Transposisi Columnar adalah plaintext yang di bolak balik 
sesuai dengan pola panjang kunci nya, karakter A tetap menjadi A bukan 
menjadi C. Metode kasiski ini dapat bekerja pada Algoritma Vigenere 
Cipher karena masih ada keterkaitan antara plainteks dan kunci dalam hal 
perulangan kata pada plainteks.  
Metode Kasiski memanfaatkan kelemahan Vigenere cipher yang 
menggunakan kunci yang sama berulang-ulang sehingga menghasilkan 
potongan cipherteks yang sama untuk plainteks yang sama. Vigenere 
cipher merupakan algoritma berbasis subtistusi, karakter A diganti C.   
Sebagai contoh,  
Plainteks : AKU ADALAH PELAKUNYA 
Key  : ABC ABCABC ABCABCABC 
Cipher : ALW AECLBJ PFNALWNZC 





Namun karakter yang sedikit tidak akan membuat metode kasiski 
ini bekerja dengan baik, dibutuhkan kalimat yang panjang untuk bisa 
menggunakan metode kasiski pada vigenere cipher ini. Contoh nya :  
 Plaintext :  
THE BEAR WENT OVER THE MOUNTAIN YEAH THE DOG WENT 
ROUND THE HYDRANT THE CAT INTO THE HIGHEST SPOT HE 
COULD FIND  
 
 Key : SCRAM  
 Dienkripsi dengan algoritma Vigenere Cipher , di dapat ciphertext : 
LJVBQ STNEZ LQMED LJVMA MPKAU FAVAT LJVDA YYVNF 
JQLNP LJVHK VTRNF LJVCM LKETA LJVHU YJVSF KRFTT 
WEFUX VHZNP  
 
Mencari karakter berulang baik itu dalam bentuk bigram maupun trigram. 
Kemudian kita hitung jarak antara karakter berulang tersebut dan catat 
setiap jaraknya antar satu dengan yang lain.  
LJV ke – 1 dengan LJV ke - 2 = 15  
LJV ke – 2 dengan LJV ke - 3 = 15  
LJV ke – 3 dengan LJV ke - 4 = 15  
LJV ke – 4 dengan LJV ke - 5 = 10  
LJV ke – 5 dengan LJV ke - 6 = 10 





 Faktor pembagi 15 = {3, 5, 15}  
Faktor pembagi 10 = {2, 5, 10}  
Irisan dari {3, 5, 15} dan {2, 5, 10} adalah {5}. Jadi perkiraan panjang 
kunci adalah 5 karakter. Kunci SCRAM merupakan 5 karakter, jadi 
metode kasiski ini bekerja baik pada Algoritma Vigenere Cipher.  
Dari hasil diatas bisa di dapat perbandingan antara algoritma 
berbasis transposisi yaitu Transposisi Columnar dengan algoritma subtitusi 
yaitu Vigenere Cipher. 
Tabel 4.11 Perbandingan algoritma berbasis transposisi dan subtitusi  
Transposisi Subtitusi 
Metode Kasiski tidak bekerja di 
algoritma yang berbasis 
transposisi  
Metode Kasiski bekerja di algoritma 
yang berbasis transposisi  
Key tidak berpengaruh pada 
proses enkripsi 
Key sangat berpengaruh pada proses 
enkripsi 
Untuk mencobai satu persatu 
dengan metode bruteforce hasilnya 
pasti akan ketemu 
Dengan metode bruteforce belum 
tentu bisa 





KESIMPULAN DAN SARAN 
 
5.1 Kesimpulan 
 Pada dasarnya algoritma Transposisi Columnar bukanlah algoritma 
subtitusi. Algoritma Transposisi columnar merupakan salah satu jenis Cipher 
Transposisi dimana huruf-huruf di dalam plainteks tetap saja, hanya saja 
urutannya diubah. Algoritma transposisi columnar tidak memanfaatkan teks 
kunci sebagai sarana pengacak plaintext, tetapi yang dipakai untuk 
menyandikan adalah pola dari kunci, yaitu urutan alfabet penyusun kunci. 
Maka ciphertext tidak dapat didekripsi paksa dengan dekriptor yang sering 
dipakai pada enkripsi bersifat substitusi. Metode Brute Force Attack mampu 
membongkar pola kunci dari algoritma Transposisi Columnar. Semakin 
panjang kunci maka semakin banyak iterasi yang dilakukan. Untuk Key yang 
bersifat acak lebih lama iterasinya dibandingkan key yang bersifatt urut.  
Sedangkan  metode Kasiski tidak bekerja untuk membongkar estimasi panjang 
dan pola kunci dari algoritma Transposisi Columnar karena tidak ada 
keterkaitan antara plainteks dan kunci dalam hal perulangan kata pada 
plainteks. 
Setelah melakukan percobaan metode brute force attack dan metode 
kasiski, di dapat bahwa Algoritma Transposisi Columnar memiliki kelebihan : 
1. Algoritma Transposisi Columnar akan sulit di tebak  ketika di 
enkripsi menggunakan kunci yang panjang dan acak.  





2. Metode kasiski tidak bekerja untuk menebak estimasi 
kemungkinan panjang kunci dari Algoritma Transposisi Columnar. 
3. Algoritma ini tidak benar-benar memanfaatkan teks key sebagai 
pengacak plaintext tetapi pola teks key yang dipakai. Kelebihannya 
adalah key yang sesungguhnya tidak dapat ditebak dengan mudah.  
4. Karena uji dekripsi brute force hanya berhasil jika sudah diketahui 
plaintext sesungguhnya, maka jika plaintext tidak diketahui maka 
bisa jadi dekripsi dengan proses brute force tidak dapat 
menemukan kembali plaintext aslinya. 
Dan memiliki kelemahan : 
1. Jika key memiliki pola yang sama dengan plaintext,  maka 
ciphertext akan menghasilkan pola yang sama dengan plaintext 
5.2 Saran 
Untuk penelitian selanjutnya mengenai kriptanalisis algoritma 
transposisi columnar bisa dicoba menggunakan metode lain yang bersifat 
heuristik, misalnya menggunakan Genetic algorithms. Ini saya 
rekomendasikan untuk penelitian selanjutnya, sehingga nanti hasil yang di 
dapat bisa lebih efisien dari percobaan metode brute force attack dan 
metode kasiski. 
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public class KandidatKunci { 
    public static String [] KombinasiKunci = new String[1000000]; 
    public static int jumkunci; 
    int x=0; 
 
    public static void main(String args[]) 
    {   String [] AnakKunci = new String[10]; 
        AnakKunci[1]="ab"; 
        AnakKunci[2]="abc"; 
        AnakKunci[3]="abcd"; 
        AnakKunci[4]="abcde"; 
        AnakKunci[5]="abcdef"; 
        AnakKunci[6]="abcdefg"; 
        AnakKunci[7]="abcdefgh"; 
        jumkunci=0; 
        for (int i=1;i<8;i++) 
        { 
            permute(AnakKunci[i]); 






    } 
 
    public String[] BangkitkanKandidatKunci() 
    {   String [] AnakKunci = new String[10]; 
        AnakKunci[1]="ab"; 
        AnakKunci[2]="abc"; 
        AnakKunci[3]="abcd"; 
        AnakKunci[4]="abcde"; 
        AnakKunci[5]="abcdef"; 
        AnakKunci[6]="abcdefg"; 
        AnakKunci[7]="abcdefgh"; 
        jumkunci=0; 
        for (int i=1;i<8;i++) 
        { 
            permute(AnakKunci[i]); 
 } 
        return KombinasiKunci; 
    } 
 
    public int JumlahKunci() { 
        return jumkunci; 
    } 
 
    public static void permute(String input) 
    {   int inputLength = input.length(); 





        boolean[ ] used = new boolean[ inputLength ]; 
        StringBuffer outputString = new StringBuffer(); 
        char[ ] in = input.toCharArray( ); 
        doPermute (in, outputString, used, inputLength, 0); 
    } 
 
    public static void doPermute ( char[ ] in, StringBuffer outputString, 
    boolean[ ] used, int inputLength, int level) 
    {   if( level == inputLength) { 
            jumkunci++; 
            KombinasiKunci[jumkunci]=outputString.toString(); 
            System.out.println(""+jumkunci+". "+outputString.toString()); 
        return; 
        } 
 
        for( int i = 0; i < inputLength; ++i ) 
        { 
            if( used[i] ) continue; 
            outputString.append( in[i] ); 
            used[i] = true; 
            doPermute( in,   outputString, used, inputLength, level + 1); 
            used[i] = false; 
            outputString.setLength(   outputString.length() - 1 ); 
        } 
    } 
} 











public class TransposisiColumnar { 
// Mesin transposisi enkriptor dan dekriptor 
// Oleh : Fidelis 
// Universitas Sanata dharma 
 
public char KunciTerurut[]; 
public int KunciTerurutPos[]; 
 
//Untuk mengubah urutan data dan diurutkan berdasar kunci 
public void doProcessOnKey(String Key) 
{ 
String KunciDiProses=Key; 
//mencari posisi setiap karater kunci terpilih 
//dan mengurukan secara alfabetis 
int min,i,j; 




//1. Mengurutkan Kunci di dengan bubble sort hanya untuk cari nomor urutan 










  if(KunciTerurut[i]>KunciTerurut[j]) 
                {   //tukarkan kunci 
                    temp=KunciTerurut[i]; 
                    KunciTerurut[i]=KunciTerurut[j]; 
                    KunciTerurut[j]=temp; 
  } 
 } 
} 
// proses pengurutan di atas merubah key : aduhei menjadi : adehiu (urut) 
sehingga kodenya 
// menjadi a=1, d=2, e=3, h=4, i=5, u=6 
// isi kunci terurut adalah : adehiu 





  if(KunciAsli[i]==KunciTerurut[j]) 
   KunciTerurutPos[i]=j; 
 } 
} 





// program diatas berguna untuk menomori kunci.ex : "aduhei" menjadi nomor 




public String doEncryption(String plainText, String Kunci) 
{ 
String KunciEnkripsi=Kunci; 








//Proses enkripsi dengan kunci r 
int row = plainText.length() / KunciEnkripsi.length(); 
int extrabit = plainText.length() % KunciEnkripsi.length(); 
int exrow = (extrabit==0)?0:1;  // exrow akan diisi 0 jika extrabit=0, dan diisi 1 
jika extrabit bukan 0 
int rowtemp=-1,coltemp=-1; 
int totallen=(row+exrow)*KunciEnkripsi.length(); 
char pmat[][]=new char[(row+exrow)][(KunciEnkripsi.length()+1)]; 
char encry[]=new char[totallen]; 
int tempcnt=-1; 
// program berikut untuk memindah plaintext ke matriks 











  if(coltemp==(KunciEnkripsi.length())) 
  { 
  row++; 
  coltemp=0; 
  } 
  pmat[row][coltemp]=plainText.charAt(i); 
 } 
 else 
 {  
  pmat[row][coltemp]='*'; 
 } 
} 





  { 
  if(i==KunciTerurutPos[k]) 
   { 





   break; 
   } 
  } 
 
 for(j=0;j<=row;j++) 
  { 
  len++; 
  encry[len]=pmat[j][k]; 
  } 
 } 
 





public String doDecryption(String s, String KandidatKey) 
{ 
String KandidatKunci=KandidatKey; 














int row = s.length() / KandidatKunci.length(); 
char pmat[][] = new char[row+1][(KandidatKunci.length()+1)]; 





  { 
  if(i==KunciTerurutPos[k])  //jika posisi i sama dengan nomor urut 
key 
   { 
   break; 
   } 
  } 
 for(j=0;j<row;j++) 
 { 
  tempcnt++; 
  pmat[j][k]=encry[tempcnt]; 
 } 
} 
//pindahkan dari matrix ke string 
char p1[] = new char[row*(KandidatKunci.length()+1)]; 
k=0; 
for(i=0;i<row;i++) 








  if(pmat[i][j]!='*') 
  { 
   p1[k++]=pmat[i][j]; 












public class Main { 
public static void main(String args[])throws Exception 
{ 
//menyiapkan plaintext 
String[] PlainText= new String[11]; 
PlainText[1]="Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi"; 
PlainText[2]="Bukan salah bunda mengandung tapi salah siapa ya"; 
PlainText[3]="Ada udang di balik batu artinya udang itu sedang bersembunyi"; 





PlainText[4]="Saya kira sudah waktunya menyerang dan tidak bertahan terus"; 
PlainText[5]="Cemburu tanda cinta dan marah tandanya sayang"; 
PlainText[6]="Kanjeng Raden roro bendoro ayu hamemayu hayuning bawono"; 
PlainText[7]="Ketika senyum dan sapa menjadi canda tawa selanjutnya terserah 
anda"; 





//Menyiapkan kunci enkripsi 
String[] Kunci= new String[16]; 





















//membangkitkan objek untuk proses enkripsi dan dekripsi 
String[][] CipherText= new String[11][16]; 
//enkripsi 
TransposisiColumnar obj= new TransposisiColumnar(); 
for (int i=1;i<=10; i++) { 
 for (int j=1;j<=14; j++) { 
  String encryptedString=obj.doEncryption(PlainText[i],Kunci[j]); 
                CipherText[i][j]=encryptedString; 
    } 
 } 
 
//menyiapkan kandidat kunci dekripsi dari 2 digit hingga 7 digit acak 
String [] KunciCoba = new String[1000000]; 
KandidatKunci KK = new KandidatKunci(); 






//TransposisiColumnar objdec= new TransposisiColumnar(); 
 
for (int i=1;i<=10; i++) { 
 for (int j=1;j<=14; j++) { 
                for (int k=1;k<=jumkunci;k++) 





                { 
                TransposisiColumnar objdec= new TransposisiColumnar(); 
                String 
hasildecrypt=objdec.doDecryption(CipherText[i][j],KunciCoba[k]); 
                if (hasildecrypt.trim().equals(PlainText[i].trim())) { 
                        System.out.println("----------------------------------------------
\nPlainText  : "+PlainText[i]+"\ndienkripsi dengan :"+Kunci[j]+" menjadi : 
\nCipherText : "+CipherText[i][j]+"\nDikembalikan dengan Key : 
"+KunciCoba[k]+"\nmenjadi :"+hasildecrypt+"\npada uji coba iterasi yang ke 
:"+k); 
                       break; 
                   } 
                } 
        } 
   } 
System.out.println("--------------------------------------------------------------------------
-----------------"); 
System.out.println("  No. Nomor PlainText    Kunci Enkripsi  Sifat     Kunci 






for (int i=1;i<=10; i++) { 
 for (int j=1;j<=14; j++) { 
                int iter=0; 
                for (int k=1;k<=jumkunci;k++) 
                { 





                if (pjkunci<KunciCoba[k].length()) { 
                        pjkunci=KunciCoba[k].length(); 
                        iter=0; 
                } 
                iter++; 
                TransposisiColumnar objdec2= new TransposisiColumnar(); 
                String 
hasildecrypt=objdec2.doDecryption(CipherText[i][j],KunciCoba[k]); 
                if (hasildecrypt.trim().equals(PlainText[i].trim())) { 
                    nourut++; 
                    System.out.format("%4d %6d %20s %10s %20s  %15d\n", 
nourut,i,Kunci[j],Sifat[j],KunciCoba[k],iter); 
                    if (Sifat[j].equals("u")) { urut=urut+k; } else { acak=acak+k; } 
                    break; 
                   } 
                } 
        } 
   } 
System.out.println("--------------------------------------------------------------------------
-----------------"); 
System.out.println("rata-rata iterasi brute force untuk membongkar enkripsi 
dengan kunci bersifat ACAK :"+acak/140); 
System.out.println("rata-rata iterasi brute force untuk membongkar enkripsi 












ENKRIPSI DAN DESKRIPSI ALGORITMA TRANSPOSISI COLUMNAR 
 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :ok menjadi :  
CipherText : aaMhssaSnt hraMnejknSrpiSy aaiw aaaDam egraa kis 
Dikembalikan dengan Key : ba 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :ab menjadi :  
CipherText : Sy aaiw aaaDam egraa kisaaMhssaSnt hraMnejknSrpi 
Dikembalikan dengan Key : ab 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :oke menjadi :  
CipherText : yMas nahmMgjaSiia hiaatDr nrk rsSaaswSa aaeeankp 
Dikembalikan dengan Key : cba 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :8 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :abc menjadi :  
CipherText : SaaswSa aaeeankpa hiaatDr nrk rsyMas nahmMgjaSii 
Dikembalikan dengan Key : abc 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :3 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :baik menjadi :  
CipherText : aMsan rMekSpS awaaa ga iyai aDmeraksahsSthanjnri 
Dikembalikan dengan Key : bacd 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :abcd menjadi :  
CipherText : S awaaa ga iaMsan rMekSpyai aDmeraksahsSthanjnri 
Dikembalikan dengan Key : abcd 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :bagus menjadi :  
CipherText : aasa mnaSsSMiSarej pyhwnDagkki s taMrni*aaaah 
ear* 





Dikembalikan dengan Key : baced 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :58 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :abcde menjadi :  
CipherText : SMiSarej paasa mnaSsyhwnDagkkiaaaah ear* s 
taMrni* 
Dikembalikan dengan Key : abcde 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :33 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :angelo menjadi :  
CipherText : SawaaeakasS aenpya amgai iaD r sahatrnkrMsnhMjSi 
Dikembalikan dengan Key : aecbdf 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :abcdef menjadi :  
CipherText : Sawaaeakahatrnkrya amgaiasS aenp iaD r sMsnhMjSi 
Dikembalikan dengan Key : abcdef 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :ajegilo menjadi :  
CipherText : Sh   jkysahekiainanap sargnsaaSDMarMwtme iaaaarS* 
Dikembalikan dengan Key : aebcdfg 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :1233 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :abcdefg menjadi :  
CipherText : Sh   jkaaSDMarysahekiainanap sargnsMwtme iaaaarS* 
Dikembalikan dengan Key : abcdefg 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :ajegilor menjadi :  
CipherText : Saaag yiamrkastajr wa aiasnreSMa Mkpa DeashShnni 
Dikembalikan dengan Key : aebcdfgh 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
dienkripsi dengan :abcdefgh menjadi :  
CipherText : Saaag asnreSyiamrkastajr wa aiMa Mkpa DeashShnni 
Dikembalikan dengan Key : abcdefgh 
menjadi :Saya Mahasiswa Sanata Dharma Mengerjakan Skripsi 
pada uji coba iterasi yang ke :5913 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :ok menjadi :  





CipherText : ua aa ud egnugtp aa ip aBknslhbnamnadn aislhsaay 
Dikembalikan dengan Key : ba 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :ab menjadi :  
CipherText : Bknslhbnamnadn aislhsaayua aa ud egnugtp aa ip a 
Dikembalikan dengan Key : ab 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :oke menjadi :  
CipherText : k l n nnntiahiaaunahuaeau psaspyBasabdmgdga l a  
Dikembalikan dengan Key : cba 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :8 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :abc menjadi :  
CipherText : Basabdmgdga l a unahuaeau psaspyk l n nnntiahiaa 
Dikembalikan dengan Key : abc 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :3 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :baik menjadi :  
CipherText : u au gut ai Bnlband ilsakshnmanashayaa dengpa pa 
Dikembalikan dengan Key : bacd 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :abcd menjadi :  
CipherText : Bnlband ilsau au gut ai kshnmanashayaa dengpa pa 
Dikembalikan dengan Key : abcd 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :bagus menjadi :  
CipherText : us agnpliyB hdnuaas kab agiaaananedts a*alumn  
hp* 
Dikembalikan dengan Key : baced 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :58 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :abcde menjadi :  
CipherText : B hdnuaas us agnpliykab agiaaaalumn  hp*nanedts 
a* 
Dikembalikan dengan Key : abcde 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :33 
---------------------------------------------- 





PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :angelo menjadi :  
CipherText : Bsbmdalaaadgg   klnnnihanhaa ssyuaueupap   ntaia 
Dikembalikan dengan Key : aecbdf 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :abcdef menjadi :  
CipherText : Bsbmdalauaueupapklnnnihaaadgg   nhaa ssy   ntaia 
Dikembalikan dengan Key : abcdef 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :ajegilo menjadi :  
CipherText : Bang aakaanaaaah dph n mui yuldatlp ben sasungsi* 
Dikembalikan dengan Key : aebcdfg 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :1233 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :abcdefg menjadi :  
CipherText : Bang aauldatlpkaanaaaah dph n mui y ben sasungsi* 
Dikembalikan dengan Key : abcdefg 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :ajegilor menjadi :  
CipherText : Bladiskhmnsaa egapnbn laua u i ugta snaahyadnp a 
Dikembalikan dengan Key : aebcdfgh 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : Bukan salah bunda mengandung tapi salah siapa ya 
dienkripsi dengan :abcdefgh menjadi :  
CipherText : Bladisua u ikhmnsaa egapnbn la ugta snaahyadnp a 
Dikembalikan dengan Key : abcdefgh 
menjadi :Bukan salah bunda mengandung tapi salah siapa ya 
pada uji coba iterasi yang ke :5913 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :ok menjadi :  
CipherText : d dn iblkbt riy dn t eagbrebniAauagd ai 
auatnauagiusdn esmuy 
Dikembalikan dengan Key : ba 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :ab menjadi :  





CipherText : Aauagd ai auatnauagiusdn esmuyd dn iblkbt riy dn 
t eagbrebni 
Dikembalikan dengan Key : ab 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :oke menjadi :  
CipherText : adgiaka tyuni dgeeuidundbiburn a uenbsbyA a  l 
taiadgtsa rmn 
Dikembalikan dengan Key : cba 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :8 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :abc menjadi :  
CipherText : A a  l taiadgtsa rmndundbiburn a uenbsbyadgiaka 
tyuni dgeeui 
Dikembalikan dengan Key : abc 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :3 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :baik menjadi :  
CipherText : dd bktryd  abenAug iaanugud suaada utaaisnemy 
nilb i ntegrbi 
Dikembalikan dengan Key : bacd 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :abcd menjadi :  
CipherText : Aug iaanugud sudd bktryd  abenaada utaaisnemy 
nilb i ntegrbi 
Dikembalikan dengan Key : abcd 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :bagus menjadi :  
CipherText : daiitt g nruAddlaranuaeban kuiu sgsnu abayatdbmi 
gb  ndie ey 
Dikembalikan dengan Key : baced 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :58 






PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :abcde menjadi :  
CipherText : Addlaranuaebdaiitt g nruan kuiu sgsn gb  ndie eyu 
abayatdbmi 
Dikembalikan dengan Key : abcde 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :33 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :angelo menjadi :  
CipherText : Aa  aags m  ltidtarnagaatuideuudiunaunsydnbbr  
ebbdik yn gei 
Dikembalikan dengan Key : aecbdf 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :abcdef menjadi :  
CipherText : Aa  aags mdnbbr  ebbagaatuideu  
ltidtarnudiunaunsydik yn gei 
Dikembalikan dengan Key : abcdef 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :ajegilo menjadi :  
CipherText : Anatnnsbua i a dry dka iasiui rutne*dgluygeend 
btdugm*abaia  b* 
Dikembalikan dengan Key : aebcdfg 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :1233 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :abcdefg menjadi :  
CipherText : Anatnnsbudgluygeena i a dry dka iasiui rutne*d 
btdugm*abaia  b* 
Dikembalikan dengan Key : abcdefg 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :ajegilor menjadi :  
CipherText : Agiauu uad tasey ibineriu angds*d krd bndbty 
ae*aauainm*nl  tgb* 





Dikembalikan dengan Key : aebcdfgh 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
dienkripsi dengan :abcdefgh menjadi :  
CipherText : Agiauu ud krd bnad tasey ibineriu angds*dbty 
ae*aauainm*nl  tgb* 
Dikembalikan dengan Key : abcdefgh 
menjadi :Ada udang di balik batu artinya udang itu sedang 
bersembunyi 
pada uji coba iterasi yang ke :5913 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :ok menjadi :  
CipherText : aakr ua atnamneagdntdkbraa eu*Sy iasdhwkuy eyrn a 
ia ethntrs 
Dikembalikan dengan Key : ba 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :ab menjadi :  
CipherText : Sy iasdhwkuy eyrn a ia ethntrsaakr ua 
atnamneagdntdkbraa eu* 
Dikembalikan dengan Key : ab 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :oke menjadi :  
CipherText : ykauhauaeend d rh r*a rsawtymya nikeanesSai d kn 
nrgatabtatu 
Dikembalikan dengan Key : cba 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :8 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :abc menjadi :  
CipherText : Sai d kn nrgatabtatua rsawtymya 
nikeanesykauhauaeend d rh r* 
Dikembalikan dengan Key : abc 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :3 
---------------------------------------------- 





PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :baik menjadi :  
CipherText : ak aanmegndba uS adwu ynai tnryishkyer  aehtsaru 
tanadtkrae* 
Dikembalikan dengan Key : bacd 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :abcd menjadi :  
CipherText : S adwu ynai tnrak aanmegndba uyishkyer  aehtsaru 
tanadtkrae* 
Dikembalikan dengan Key : abcd 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :bagus menjadi :  
CipherText : aiuwneaadearSks umrdibheyrdaynnnarnu  ht e t 
at*aaakayg kt s 
Dikembalikan dengan Key : baced 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :58 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :abcde menjadi :  
CipherText : Sks umrdibheaiuwneaadearyrdaynnnarnuaaakayg kt s  
ht e t at* 
Dikembalikan dengan Key : abcde 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :33 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :angelo menjadi :  
CipherText : Sidk raatta  nngtbauyahuen  hr swyy 
iensaratmankaekuaaeddr * 
Dikembalikan dengan Key : aecbdf 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :abcdef menjadi :  
CipherText : Sidk raattaratmankaeyahuen  hra  nngtbau swyy 
ienskuaaeddr * 
Dikembalikan dengan Key : abcdef 





menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :ajegilo menjadi :  
CipherText : Srhnydaary warn asasa a bn* ukmnte *aa 
yeakhukdtegirt*iaun dte* 
Dikembalikan dengan Key : aebcdfg 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :1233 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :abcdefg menjadi :  
CipherText : Srhnydaaraa yeakhuy warn asasa a bn* ukmnte 
*kdtegirt*iaun dte* 
Dikembalikan dengan Key : abcdefg 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :ajegilor menjadi :  
CipherText : Saw nitryske ahsautndka* duya n*a amgdaukanenb 
*ihyr et*r aatre* 
Dikembalikan dengan Key : aebcdfgh 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : Saya kira sudah waktunya menyerang dan tidak 
bertahan terus 
dienkripsi dengan :abcdefgh menjadi :  
CipherText : Saw nitra amgdauyske ahsautndka* duya n*kanenb 
*ihyr et*r aatre* 
Dikembalikan dengan Key : abcdefgh 
menjadi :Saya kira sudah waktunya menyerang dan tidak bertahan 
terus 
pada uji coba iterasi yang ke :5913 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :ok menjadi :  
CipherText : ebr ad it a aa adnasyn*Cmuutnacnadnmrhtnay aag 
Dikembalikan dengan Key : ba 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :ab menjadi :  
CipherText : Cmuutnacnadnmrhtnay aagebr ad it a aa adnasyn* 
Dikembalikan dengan Key : ab 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 





pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :oke menjadi :  
CipherText : mrtdctd r nn ygeu n n nahaaaanCbuaaiaamatdysa 
Dikembalikan dengan Key : cba 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :8 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :abc menjadi :  
CipherText : Cbuaaiaamatdysaeu n n nahaaaanmrtdctd r nn yg 
Dikembalikan dengan Key : abc 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :3 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :baik menjadi :  
CipherText : era taa day*Cutandmhnyagmuncanrta a*b di  aansn* 
Dikembalikan dengan Key : bacd 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :abcd menjadi :  
CipherText : Cutandmhnyagera taa day*muncanrta a*b di  aansn* 
Dikembalikan dengan Key : abcd 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :bagus menjadi :  
CipherText : eudnarayyCrnidatnam atnanaauac m asgbt a hd n 
Dikembalikan dengan Key : baced 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :58 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :abcde menjadi :  
CipherText : Crnidatnaeudnarayym atnanaabt a hd nuac m asg 
Dikembalikan dengan Key : abcde 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :33 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :angelo menjadi :  
CipherText : Cuaamtyabaiaads*mtcdrn gunnnhaa*e   aaanrdt  ny* 
Dikembalikan dengan Key : aecbdf 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :abcdef menjadi :  
CipherText : Cuaamtyae   aaanmtcdrn gbaiaads*unnnhaa*rdt  ny* 
Dikembalikan dengan Key : abcdef 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 





pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :ajegilo menjadi :  
CipherText : C cahnaman tagbntma *udaans*etin ynra rda*u daay* 
Dikembalikan dengan Key : aebcdfg 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :1233 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :abcdefg menjadi :  
CipherText : C cahnaetin ynman tagbntma *udaans*ra rda*u daay* 
Dikembalikan dengan Key : abcdefg 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :ajegilor menjadi :  
CipherText : Ctnmnamnaraabd annuadhygeatadyr a a*ucnt * i as* 
Dikembalikan dengan Key : aebcdfgh 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : Cemburu tanda cinta dan marah tandanya sayang 
dienkripsi dengan :abcdefgh menjadi :  
CipherText : Ctnmnaeatadymnaraabd annuadhygr a a*ucnt * i as* 
Dikembalikan dengan Key : abcdefgh 
menjadi :Cemburu tanda cinta dan marah tandanya sayang 
pada uji coba iterasi yang ke :5913 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :ok menjadi :  
CipherText : ajn ae oobnooauhmmy auigbwn*KnegRdnrr edr y 
aeauhynn aoo 
Dikembalikan dengan Key : ba 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :ab menjadi :  
CipherText : KnegRdnrr edr y aeauhynn aooajn ae oobnooauhmmy 
auigbwn* 
Dikembalikan dengan Key : ab 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :oke menjadi :  
CipherText : nnReroeo uamuangan*ae d rbdoyheyhunbo*Kjgano nra 
ma yi wo 
Dikembalikan dengan Key : cba 





menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :8 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :abc menjadi :  
CipherText : Kjgano nra ma yi woae d rbdoyheyhunbo*nnReroeo 
uamuangan* 
Dikembalikan dengan Key : abc 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :3 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :baik menjadi :  
CipherText : ana onoumyaibnKeRnreryaahn ongdr d  euynaoj 
eoboahm ugw* 
Dikembalikan dengan Key : bacd 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :abcd menjadi :  
CipherText : KeRnreryaahn oana onoumyaibnngdr d  euynaoj 
eoboahm ugw* 
Dikembalikan dengan Key : abcd 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :bagus menjadi :  
CipherText : agern haanwKndoeo mhian nodaayygoearbrue nbojR  
oymuu n 
Dikembalikan dengan Key : baced 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :58 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :abcde menjadi :  
CipherText : Kndoeo mhiaagern haanwn nodaayygojR  oymuu 
nearbrue nbo 
Dikembalikan dengan Key : abcde 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :33 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 





dienkripsi dengan :angelo menjadi :  
CipherText : Kgn r ay ojaonam iw*nRre auna*edrdyehno*a  
bohyub*neooumagn* 
Dikembalikan dengan Key : aecbdf 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :abcdef menjadi :  
CipherText : Kgn r ay oa  bohyub*nRre auna*jaonam 
iw*edrdyehno*neooumagn* 
Dikembalikan dengan Key : abcdef 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :ajegilo menjadi :  
CipherText : K rnymybnaro ynwjdorhuioee oa nnaRoduauannb mhgog 
eaea * 
Dikembalikan dengan Key : aebcdfg 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :1233 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :abcdefg menjadi :  
CipherText : K rnymybaRoduauanaro ynwjdorhuioee oa nnnnb mhgog 
eaea * 
Dikembalikan dengan Key : abcdefg 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :ajegilor menjadi :  
CipherText : KRrrah nd  eyajebamuweneyanoaaoomabn nuyingrd uno 
ooh g* 
Dikembalikan dengan Key : aebcdfgh 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 
dienkripsi dengan :abcdefgh menjadi :  
CipherText : KRrrah aaoomabnd  eyajebamuweneyanon nuyingrd uno 
ooh g* 
Dikembalikan dengan Key : abcdefgh 
menjadi :Kanjeng Raden roro bendoro ayu hamemayu hayuning 
bawono 





pada uji coba iterasi yang ke :5913 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :ok menjadi :  
CipherText : eiasnu a aamnaicnatw eajty esrhad*Ktk eymdnsp ejd 
ad aaslnunatrea na 
Dikembalikan dengan Key : ba 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :ab menjadi :  
CipherText : Ktk eymdnsp ejd ad aaslnunatrea naeiasnu a 
aamnaicnatw eajty esrhad* 
Dikembalikan dengan Key : ab 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :oke menjadi :  
CipherText : taeud pmjiaaa ljn rr d*eksy na ndcdtaentaeehn*Ki 
nmasaea n wsauytsaaa 
Dikembalikan dengan Key : cba 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :8 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :abc menjadi :  
CipherText : Ki nmasaea n wsauytsaaaeksy na 
ndcdtaentaeehn*taeud pmjiaaa ljn rr d* 
Dikembalikan dengan Key : abc 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :3 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :baik menjadi :  
CipherText : ean  anint at shdKkemnpeda aluarant yds j dasnnte 
aisuaamacawejyera* 
Dikembalikan dengan Key : bacd 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :abcd menjadi :  





CipherText : Kkemnpeda aluaranean  anint at shdt yds j dasnnte 
aisuaamacawejyera* 
Dikembalikan dengan Key : abcd 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :bagus menjadi :  
CipherText : e unajc  nyrhaKayapn aaaneadtsm  aatsjas 
*kndaeidwlttrn*ie smdnaeu ea* 
Dikembalikan dengan Key : baced 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :58 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :abcde menjadi :  
CipherText : Kayapn aaaneade unajc  nyrhatsm  aatsjas *ie 
smdnaeu ea*kndaeidwlttrn* 
Dikembalikan dengan Key : abcde 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :33 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :angelo menjadi :  
CipherText : K mse  sutaainaaanwaysa*tedpjaalnr *kyn 
ddanaen*es ancteteh*au mia j rd* 
Dikembalikan dengan Key : aecbdf 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :abcdef menjadi :  
CipherText : K mse  sutaaes ancteteh*tedpjaalnr 
*inaaanwaysa*kyn ddanaen*au mia j rd* 
Dikembalikan dengan Key : abcdef 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :ajegilo menjadi :  
CipherText : Ksdadastratnnm tlyediy ecaaarakusnawn a*eea i 
ensnamajnajth*  pad ue * 
Dikembalikan dengan Key : aebcdfg 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :1233 






PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :abcdefg menjadi :  
CipherText : Ksdadastraeea i ensntnnm tlyediy ecaaarakusnawn 
a*amajnajth*  pad ue * 
Dikembalikan dengan Key : abcdefg 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :ajegilor menjadi :  
CipherText : Keneaaurntysjdsneaiuaaaeyr*kmpd laa*en nn tsda 
aita h* d  ant *samcwjea* 
Dikembalikan dengan Key : aebcdfgh 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : Ketika senyum dan sapa menjadi canda tawa 
selanjutnya terserah anda 
dienkripsi dengan :abcdefgh menjadi :  
CipherText : Keneaaurnen nn tsdtysjdsneaiuaaaeyr*kmpd laa*a 
aita h* d  ant *samcwjea* 
Dikembalikan dengan Key : abcdefgh 
menjadi :Ketika senyum dan sapa menjadi canda tawa selanjutnya 
terserah anda 
pada uji coba iterasi yang ke :5913 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :ok menjadi :  
CipherText : aaMhssaSnt hraignsgr iuajd ajn*Sy aaiw aaaDam ni 
eeawsd aisraa 
Dikembalikan dengan Key : ba 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :ab menjadi :  
CipherText : Sy aaiw aaaDam ni eeawsd aisraaaaMhssaSnt 
hraignsgr iuajd ajn* 
Dikembalikan dengan Key : ab 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :oke menjadi :  
CipherText : yMas nahmiise saa rn*a hiaatDr g gaidjiaa*SaaswSa 
aannerwu dsja 





Dikembalikan dengan Key : cba 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :8 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :abc menjadi :  
CipherText : SaaswSa aannerwu dsjaa hiaatDr g gaidjiaa*yMas 
nahmiise saa rn* 
Dikembalikan dengan Key : abc 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :3 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :baik menjadi :  
CipherText : aMsan ring uj j*S awaaa ieas irayai aDmn 
ewdasa*ahsSthagsriadan* 
Dikembalikan dengan Key : bacd 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :abcd menjadi :  
CipherText : S awaaa ieas iraaMsan ring uj j*yai aDmn 
ewdasa*ahsSthagsriadan* 
Dikembalikan dengan Key : abcd 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :bagus menjadi :  
CipherText : aasa mge ddr*SMiSarnsauaaayhwnDaigwaij* s tai 
rsjsn*aaaah nei  a* 
Dikembalikan dengan Key : baced 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :58 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :abcde menjadi :  
CipherText : SMiSarnsauaaaaasa mge ddr*yhwnDaigwaij*aaaah nei  
a* s tai rsjsn* 
Dikembalikan dengan Key : abcde 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :33 
---------------------------------------------- 





PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :angelo menjadi :  
CipherText : Sawaanew saasS anrudj*ya amiesar* iaD  
adia*ahatrggija*Msnhis a n* 
Dikembalikan dengan Key : aecbdf 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :abcdef menjadi :  
CipherText : Sawaanew saahatrggija*ya amiesar*asS anrudj* iaD  
adia*Msnhis a n* 
Dikembalikan dengan Key : abcdef 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :ajegilo menjadi :  
CipherText : Sh   swjrysahngsdaainageuin sarird 
aaaSDieiajMwtmnaas*aaaa   a* 
Dikembalikan dengan Key : aebcdfg 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :1233 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :abcdefg menjadi :  
CipherText : Sh   swjraaSDieiajysahngsdaainageuin sarird 
aMwtmnaas*aaaa   a* 
Dikembalikan dengan Key : abcdefg 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :ajegilor menjadi :  
CipherText : Saaaia ryiam waaastasidn wa esiaasnrn jjMa igu *a 
Dneds*hShgraa* 
Dikembalikan dengan Key : aebcdfgh 
menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : Saya Mahasiswa Sanata Dharma ingin segera wisuda 
jadi sarjana 
dienkripsi dengan :abcdefgh menjadi :  
CipherText : Saaaia rasnrn jjyiam waaastasidn wa esiaMa igu *a 
Dneds*hShgraa* 
Dikembalikan dengan Key : abcdefgh 





menjadi :Saya Mahasiswa Sanata Dharma ingin segera wisuda jadi 
sarjana 
pada uji coba iterasi yang ke :5913 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :8 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :3 
---------------------------------------------- 





PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :58 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :33 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 
dienkripsi dengan :angelo menjadi :  












pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :1233 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 




Dikembalikan dengan Key : aebcdfgh 








pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : 
ajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegiloajegil
o 








pada uji coba iterasi yang ke :5913 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :2 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :1 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :8 






PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :3 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :15 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :9 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :58 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 













pada uji coba iterasi yang ke :33 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :231 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :153 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :1233 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 













pada uji coba iterasi yang ke :873 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 








pada uji coba iterasi yang ke :8073 
---------------------------------------------- 
PlainText  : 
balonkubalonkubalonkubalonkubalonkubalonkubalonkubalonkubalonk
u 


















































  No. Nomor PlainText    Kunci Enkripsi  Sifat     Kunci Dekripsi Brute  IterasiKe 
---------------------------------------------------------------------------------- 
   1      1                   ok          a                   ba                2 
   2      1                   ab          u                   ab                1 
   3      1                  oke          a                  cba                8 
   4      1                  abc          u                  abc                3 
   5      1                 baik          a                 bacd               15 
   6      1                 abcd          u                 abcd                9 
   7      1                bagus          a                baced               58 
   8      1                abcde          u                abcde               33 
   9      1               angelo          a               aecbdf              231 
  10      1               abcdef          u               abcdef              153 
  11      1              ajegilo          a              aebcdfg             1233 
  12      1              abcdefg          u              abcdefg              873 
  13      1             ajegilor          a             aebcdfgh             8073 
  14      1             abcdefgh          u             abcdefgh             5913 
  15      2                   ok          a                   ba                2 
  16      2                   ab          u                   ab                1 
  17      2                  oke          a                  cba                8 
  18      2                  abc          u                  abc                3 
  19      2                 baik          a                 bacd               15 
  20      2                 abcd          u                 abcd                9 
  21      2                bagus          a                baced               58 
  22      2                abcde          u                abcde               33 
  23      2               angelo          a               aecbdf              231 
  24      2               abcdef          u               abcdef              153 
  25      2              ajegilo          a              aebcdfg             1233 
  26      2              abcdefg          u              abcdefg              873 
  27      2             ajegilor          a             aebcdfgh             8073 
  28      2             abcdefgh          u             abcdefgh             5913 
  29      3                   ok          a                   ba                2 
  30      3                   ab          u                   ab                1 
  31      3                  oke          a                  cba                8 
  32      3                  abc          u                  abc                3 
  33      3                 baik          a                 bacd               15 
  34      3                 abcd          u                 abcd                9 
  35      3                bagus          a                baced               58 
  36      3                abcde          u                abcde               33 
  37      3               angelo          a               aecbdf              231 
  38      3               abcdef          u               abcdef              153 
  39      3              ajegilo          a              aebcdfg             1233 
  40      3              abcdefg          u              abcdefg              873 
  41      3             ajegilor          a             aebcdfgh             8073 
  42      3             abcdefgh          u             abcdefgh             5913 
  43      4                   ok          a                   ba                2 
  44      4                   ab          u                   ab                1 
  45      4                  oke          a                  cba                8 
  46      4                  abc          u                  abc                3 
  47      4                 baik          a                 bacd               15 
  48      4                 abcd          u                 abcd                9 
  49      4                bagus          a                baced               58 
  50      4                abcde          u                abcde               33 
  51      4               angelo          a               aecbdf              231 
  52      4               abcdef          u               abcdef              153 
  53      4              ajegilo          a              aebcdfg             1233 
  54      4              abcdefg          u              abcdefg              873 
  55      4             ajegilor          a             aebcdfgh             8073 
  56      4             abcdefgh          u             abcdefgh             5913 
  57      5                   ok          a                   ba                2 
  58      5                   ab          u                   ab                1 
  59      5                  oke          a                  cba                8 





  60      5                  abc          u                  abc                3 
  61      5                 baik          a                 bacd               15 
  62      5                 abcd          u                 abcd                9 
  63      5                bagus          a                baced               58 
  64      5                abcde          u                abcde               33 
  65      5               angelo          a               aecbdf              231 
  66      5               abcdef          u               abcdef              153 
  67      5              ajegilo          a              aebcdfg             1233 
  68      5              abcdefg          u              abcdefg              873 
  69      5             ajegilor          a             aebcdfgh             8073 
  70      5             abcdefgh          u             abcdefgh             5913 
  71      6                   ok          a                   ba                2 
  72      6                   ab          u                   ab                1 
  73      6                  oke          a                  cba                8 
  74      6                  abc          u                  abc                3 
  75      6                 baik          a                 bacd               15 
  76      6                 abcd          u                 abcd                9 
  77      6                bagus          a                baced               58 
  78      6                abcde          u                abcde               33 
  79      6               angelo          a               aecbdf              231 
  80      6               abcdef          u               abcdef              153 
  81      6              ajegilo          a              aebcdfg             1233 
  82      6              abcdefg          u              abcdefg              873 
  83      6             ajegilor          a             aebcdfgh             8073 
  84      6             abcdefgh          u             abcdefgh             5913 
  85      7                   ok          a                   ba                2 
  86      7                   ab          u                   ab                1 
  87      7                  oke          a                  cba                8 
  88      7                  abc          u                  abc                3 
  89      7                 baik          a                 bacd               15 
  90      7                 abcd          u                 abcd                9 
  91      7                bagus          a                baced               58 
  92      7                abcde          u                abcde               33 
  93      7               angelo          a               aecbdf              231 
  94      7               abcdef          u               abcdef              153 
  95      7              ajegilo          a              aebcdfg             1233 
  96      7              abcdefg          u              abcdefg              873 
  97      7             ajegilor          a             aebcdfgh             8073 
  98      7             abcdefgh          u             abcdefgh             5913 
  99      8                   ok          a                   ba                2 
 100      8                   ab          u                   ab                1 
 101      8                  oke          a                  cba                8 
 102      8                  abc          u                  abc                3 
 103      8                 baik          a                 bacd               15 
 104      8                 abcd          u                 abcd                9 
 105      8                bagus          a                baced               58 
 106      8                abcde          u                abcde               33 
 107      8               angelo          a               aecbdf              231 
 108      8               abcdef          u               abcdef              153 
 109      8              ajegilo          a              aebcdfg             1233 
 110      8              abcdefg          u              abcdefg              873 
 111      8             ajegilor          a             aebcdfgh             8073 
 112      8             abcdefgh          u             abcdefgh             5913 
 113      9                   ok          a                   ba                2 
 114      9                   ab          u                   ab                1 
 115      9                  oke          a                  cba                8 
 116      9                  abc          u                  abc                3 
 117      9                 baik          a                 bacd               15 
 118      9                 abcd          u                 abcd                9 
 119      9                bagus          a                baced               58 
 120      9                abcde          u                abcde               33 
 121      9               angelo          a               aecbdf              231 
 122      9               abcdef          u               abcdef              153 
 123      9              ajegilo          a              aebcdfg             1233 
 124      9              abcdefg          u              abcdefg              873 
 125      9             ajegilor          a             aebcdfgh             8073 
 126      9             abcdefgh          u             abcdefgh             5913 
 127     10                   ok          a                   ba                2 
 128     10                   ab          u                   ab                1 
 129     10                  oke          a                  cba                8 
 130     10                  abc          u                  abc                3 
 131     10                 baik          a                 bacd               15 
 132     10                 abcd          u                 abcd                9 
 133     10                bagus          a                baced               58 





 134     10                abcde          u                abcde               33 
 135     10               angelo          a               aecbdf              231 
 136     10               abcdef          u               abcdef              153 
 137     10              ajegilo          a              aebcdfg             1233 
 138     10              abcdefg          u              abcdefg              873 
 139     10             ajegilor          a             aebcdfgh             8073 
 140     10             abcdefgh          u             abcdefgh             5913 
----------------------------------------------------------------------------------
--------- 
rata-rata iterasi brute force untuk membongkar enkripsi dengan kunci bersifat ACAK 
:687 









































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































5913. abcdefgh    
...etc






PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
