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1 Innledning 
1.1 Tema og bakgrunn 
Det følger av Politiloven1 § 2 nr. 2 og nr. 3 at en av de viktigste oppgavene politiet har er å 
forebygge og bekjempe kriminalitet. Denne oppgaven skal politiet utføre på en mest mulig 
effektiv måte. For å effektivisere dette arbeidet har politiet behov for å kunne behandle alle 
slags opplysninger, særlig om fysiske personer, men også om juridiske personer og gjen-
stander. Skulle man bare vektlegge hensynet til kriminalitetsbekjempelse, ville det være 
hensiktsmessig at det ble opprettet finger- og DNA register over alle fysiske personer som 
oppholder seg i Norge og de som noen gang har oppsøkt landet, for eksempel søkt asyl men 
fått avslag og blitt uttransportert. Et slikt register ville sammen med tilgang til andre opp-
lysninger som for eksempel elektroniske spor fra e-post, bank, bomsystem og lignende gi 
politiet effektive muligheter til å bekjempe kriminalitet i Norge. Men samtidig ville dette 
gå på bekostning av et annet vesentlig hensyn i et demokratisk samfunn, nemlig hensynet 
til personvern og privatliv. De fleste vil være enig i at det er lite tiltalende å leve i et sam-
funn der offentlige myndigheter har absolutt kontroll over alt og alle våre private og per-
sonlige opplysninger. Av den grunn er det nødvendig å finne en balanse mellom hensynet 
til kriminalitetsbekjempelse på den ene siden og hensynet til personvern og privatliv på den 
andre siden. 
Det meste av politiets behandling av opplysninger foregår ved bruk av de mange politire-
gistre som eksisterer. Politiregistrene kan inndeles i tre hovedkategorier – reaksjons-, saks-
behandlings- og operative registre (arbeidsregistre). Eksempel på noen av de mest sentrale 
registre er SSP (sentralt straffe- og politiopplysningsregister), STRASAK (etterforsknings-
register), ELYS (etterlysningsregister) og PO (politi operativt system). De forskjellige re-
                                                 
1 Lov om politiet (Politiloven) 4. august 1995 nr. 53. 
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gistrene har forskjellige formål og anvendelsesområde, men bidrar alle sammen til å løse 
politiets oppgaver på en ryddig, oversiktlig og effektiv måte. De fleste politiregistre er 
hjemlet i Strafferegistreringsloven2, men enkelte registre er hjemlet i Straffeprosessloven3. 
Politiets adgang til å behandle personopplysninger, er i dag hjemlet i Strafferegistrerings-, 
Straffeprosess- og Politiloven. Det finnes nærmere regler i Strafferegistreringsforskriften4, 
samt Påtaleinstruksen5. Men de nevnte bestemmelsene har ikke detaljerte og grunnleggende 
regler om hvordan personopplysninger skal behandles. Det meste av detaljregler fremgår 
av rundskriv utarbeidet av Justis- og politidepartementet, og instruks utarbeidet av Krimi-
nalpolitisentralen (Kripos), samt av ulovfestet rett. For øvrig er reglene om taushetsplikt for 
politiet fragmentert og uoversiktlig. Dette innebærer at sentrale regler om politiets registre 
har vært nokså uoversiktlige før vi i 2010 fikk Politiregisterloven.  
Personopplysningsloven6, som i utgangspunktet regulerer all behandling av personopplys-
ninger, får ikke anvendelse på politiets behandling av opplysninger i straffesaker, se Per-
sonopplysningsforskriften7 § 1-3. Av forarbeidene til Personopplysningsloven følger det at 
reglene for politiregistrene er uoversiktlige og at Strafferegistreringsloven ikke inneholder 
særlig mange materielle regler for behandling av personopplysninger i straffesaker.8 
Tiden har lenge vært moden for modernisering av reglene. Av den grunn besluttet Justis- 
og politidepartementet den 28. august 2000 at Politiregisterutvalget (heretter «utvalget») 
skulle gjennomgå Strafferegistreringsloven og utarbeide forslag til en ny lov om politire-
gistre. Nøyaktig tre år etter avga utvalget sin innstilling i NOU 2003: 21 Kriminalitetsbe-
kjempelse og personvern – politiets og påtalemyndighetens behandling av opplysninger 
                                                 
2 Lov om strafferegistrering (Strafferegistreringsloven) 11. juni 1971 nr. 52. 
3 Lov om rettergangsmåten i straffesaker (Straffeprosessloven) 22. mai 1981 nr. 25. 
4 Forskrift om strafferegistrering (Strafferegistreringsforskriften) 20. desember 1974 nr. 4. 
5 Forskrift om ordningen av påtalemyndigheten (Påtaleinstruksen) 28. juni 1985 nr. 1679. 
6 Lov om behandling av personopplysninger (Personopplysningsloven) 14. april 2000 nr. 31. 
7 Forskrift om behandling av personopplysninger (Personopplysningsforskriften) 15. desember 2000 nr. 1265. 
8 Ot.prp. nr. 92 (1998-99) punkt 4.6.4, femte avsnitt. 
 3
(heretter «NOU 2003: 21») hvor Politiregisterloven ble foreslått. Lovforslaget regulerte po-
litiets behandling av opplysninger, og dessuten samlet den reglene om taushetsplikt for po-
litiet innenfor en lov. Også reglene om vandelskontroll ble samlet innenfor en lov. 
Etter at NOU 2003: 21 ble avgitt, ble den liggende i bero i påvente av en rammebeslutning 
om personvern for politi- og strafferettssamarbeid som var i anmarsj i EU og som man an-
tok ville være Schengen-relatert og således aktuell for Norge.9 I desember 2005 la EU-
kommisjonen (heretter «Kommisjonen») frem et forslag til rammebeslutning om person-
vern ved behandling av personopplysninger i forbindelse med politi- og strafferettssamar-
beid (heretter «rammebeslutningen»). Rammebeslutningen ble ansett som Schengen-
relatert, og som følge av dette deltok Norge i forhandlingene om dens utarbeidelse. Etter 
flere år med forhandlinger, ble den endelige rammebeslutningen10 vedtatt den 27. novem-
ber 2008 av Rådet. Regjeringen11 undertegnet rammebeslutningen med forbehold om Stor-
tingets samtykke til ratifikasjon i kgl.res. 5. juni 2009.12 Rammebeslutningen er hjemlet i 
EU-traktatens art. 30, 31 og 34(2)(b). 
Rammebeslutningen ble så fremmet for Stortinget i egen Stortingsproposisjon som St.prp. 
nr. 95 (2008-2009) den 21. august 2009 med forslag om samtykke til ratifikasjon. Storting-
et ga sitt samtykke til ratifikasjon den 3. desember 2009 i vedtak nr. 5413. 
Bakgrunnen for rammebeslutningen er at det innenfor EU- og Schengen-området har meldt 
seg et behov for å utveksle personopplysninger for å lette arbeidet med kriminalitetsbe-
kjempelse. Ofte har nemlig kriminelle tilknytning til flere land og samarbeider gjerne om 
kriminelle prosjekter over landegrensene siden det da ofte er lettere å undra seg straffefor-
følgning. Et eksempel på dette er de mange østeuropeiske kriminelle gjengene som de siste 
                                                 
9 St.prp. nr. 95 (2008-2009) punkt 4, fjerde avsnitt og Peters (2010). 
10 Rammebeslutning 2008/977/JIS av 27. november 2008. 
11 Regjeringen Stoltenberg II. 
12 Ot.prp. nr. 108 (2008-2009) s. 41 punkt 4.4, første spalte, femte avsnitt. 
13 Stortinget (12/2009). 
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årene har begått flere vinningsforbrytelser i Norge. Et annet eksempel er menneskesmug-
ling og narkotikasmugling som ofte har forgreninger til flere land. 
Tanken med rammebeslutningen er å gjøre det lettere for EU- og Schengen-statenes politi-
myndigheter å utveksle personopplysninger for å bekjempe kriminalitet, men samtidig å gi 
borgerne i statene tilstrekkelig og grunnleggende personvern i forbindelse med dette sam-
arbeidet, se blant annet rammebeslutningens fortale avsnitt 1, 2, 3, 6, 7, 8 og 16. For å få til 
dette er det nødvendig med felles minimumsregler for hvordan personopplysninger skal be-
handles.14 Rammebeslutningen pålegger de ratifiserende stater plikt til å gjennomføre de 
forpliktelser og regler som der oppstilles. For eksempel ved å foreta nødvendige endringer i 
eksisterende lovverk eller å oppheve og vedta nye lover og forskrifter.  
At politiet har behov for egne regler når det gjelder behandling av personopplysninger, er 
opplagt. I motsetning til andre offentlige myndigheter, behandler politiet ofte opplysninger 
som ikke er verifisert og dessuten behandler de ofte opplysninger uten samtykke fra den 
registrerte og ofte uten dennes kunnskap. Dette tilsier at det gis rettsregler som gir person-
vern slik at politiet ikke går for langt i sitt arbeid med å bekjempe kriminalitet. Proporsjo-
nalitetsprinsippet vil her som ellers være av vesentlig betydning. Det vil for eksempel lette-
re aksepteres at personvernprinsipper trekker det korteste strå dersom man står overfor 
alvorlig kriminalitet. Ved mindre alvorlige kriminelle handlinger vil det derimot ikke ak-
septeres at personvernprinsipper blir forbigått. At det må være proporsjonalitet mellom po-
litiets handlinger i forhold til den kriminalitet man ønsker å bekjempe, er uttalt i flere retts-
avgjørelser fra Høyesterett.15 Det samme prinsipp er også vektlagt i EMK og er nærmere 
behandlet i oppgavens punkt 2. 
Som følge av ratifikasjon av rammebeslutningen og dermed Norges forpliktelse til å gjen-
nomføre de krav og regler som der er oppstilt, så departementet det som ressursbesparende 
å gjennomføre forpliktelsene i Politiregisterloven slik at det senere ikke ble nødvendig å fo-
                                                 
14 Ot.prp. nr. 108 (2008-2009) s. 41, punkt 4.4. 
15 Rt. 1997 s. 678 og Rt. 1984 s. 1076 (Politiheroin 1). 
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reta nye lovendringer.16 Det var også nødvendig med innarbeiding av rammebeslutningens 
krav for at norske politimyndigheter skulle kunne benytte seg av internasjonale informa-
sjonsutvekslingssystemer slik blant annet Prüm-avtalen17 åpner for. For øvrig var det nød-
vendig av hensyn til Schengen-samarbeidet. Mer om dette under oppgavens punkt 1.5. 
Politiregisterloven ble fremmet i Ot.prp. nr. 108 (2008-2009) den 21. august 2009. Men på 
grunn av reglene i Stortingets forretningsorden § 33 tredje ledd ble lovforslaget fremmet på 
nytt som Prop.12 L (2009-2010) den 9. oktober 2009. Sistnevnte er sammenfallende med 
Ot.prp. nr. 108 (2008-2009). Stortingets forretningsorden § 33 tredje ledd krever at Regje-
ringen må fremme et lovforslag på nytt dersom det ikke ble behandlet av Stortinget i forri-
ge sesjon. Dette var tilfellet med Ot.prp. nr. 108 (2008-2009) som følge av Stortingsvalget 
2009.18 
I Ot.prp. nr. 108 (2008-2009) var store deler av utvalgets forslag fra NOU 2003: 21 fulgt 
opp av departementet, men det var i tillegg tatt høyde for de krav og forpliktelser som er 
oppstilt i rammebeslutningen. 
Lovforslaget ble behandlet av Justiskomiteen i Innst. 139 L (2009-2010) den 9. februar 
2010 og ble den 4. mars 2010 vedtatt av Stortinget, se Lovvedtak 38 (2009-2010). Etter 
ikrafttredelsen vil loven erstattet Strafferegistreringsloven i sin helhet, men i tillegg vil den 
erstatte Straffeprosess- og Politilovens regler om taushetsplikt.19 
                                                 
16 Ot.prp. nr. 108 (2008-2009) s. 12, punkt 1.2, andre spalte. 
17 Den europeiske union (2009) Prüm-avtalen. 
18 Regjeringen (10/2009). 
19 NOU 2003: 21 s. 7, punkt 1.1. 
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1.2 Problemstilling 
Oppgaven vil sammenligne Politiregisterloven med rammebeslutningen. Hensikten er å 
undersøke om loven gjennomfører personvernkravene som Norge har påtatt seg. Dette er 
av interesse fordi rettstilstanden hva angår politiets adgang til å behandle personopplys-
ninger, som påpekt av utvalget i NOU 2003: 21, hittil har vært uoversiktlig og lite detaljert. 
Reglene har hittil også vært vanskelig tilgjengelig, da de fremgår av forskrift, rundskriv, in-
struks og ulovfestet rett.20 Dette gir ikke tilstrekkelig og betryggende personvern for dem 
som måtte få personopplysninger om seg behandlet av politiet. 
Sammenligningen er også av interesse fordi gjennomføringen av rammebeslutningens per-
sonvernkrav er nødvendig for at norske politi- og påtalemyndigheter skal kunne ta del i det 
internasjonale politi- og strafferettssamarbeidet, blant annet ved at de gis tilgang til interna-
sjonale politiregistre. Skulle de bli utelukket fra slike registre og det internasjonale politi- 
og strafferettssamarbeidet, vil det være uheldig og innebære at politiet ikke får dra nytte av 
effektive verktøy i sin kriminalitetsbekjempelse. 
Jeg vil sammenligne relevante bestemmelser i loven opp imot bestemmelser i rammebe-
slutningen. I den grad det er motstrid, eller loven ikke oppfyller kravene som er oppstilt i 
rammebeslutningen på en tilfredsstillende måte, vil dette bli påpekt og drøftet. Eventuelle 
endringer vil bli foreslått dersom dette er høvelig. Det bemerkes for øvrig at oppgaven vil 
være bygget opp slik at det i fremstillingen først vil bli redegjort for rammebeslutningen og 
hvordan Politiregisterloven innarbeider rammebeslutningens regler og krav. Deretter vil det 
bli foretatt vurdering av hvor vellykket innarbeidelsen har vært og eventuelt hva som bør 
endres. 
                                                 
20 Se blant annet NOU 2003: 21 s. 51 første spalte, s. 29 punkt 1.5, s. 127 punkt 7.2, s. 131 punkt 7.12, s. 179 
andre spalte og s. 318 andre spalte. 
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1.3 Avgrensning 
Oppgaven vil bare sammenligne Politiregisterloven opp imot rammebeslutningen på bak-
grunn av forarbeidene i Ot.prp. nr. 108 (2008-2009). Utvalgets lovforslag i NOU 2003: 21 
vil ikke bli behandlet, men der det er hensiktsmessig vil oppgaven også trekke frem denne. 
Det er bare de mest sentrale rettsregler som behandles i denne oppgaven, herunder reglene 
om formål og virkeområde, grunnleggende krav til behandling av opplysninger, innsyns-
rett, utlevering av opplysninger, retting, sperring og sletting av opplysninger som er behef-
tet med feil eller mangler, informasjonssikkerhet og internkontroll, samt reglene om tilsyn. 
Reglene i Politiregisterloven som omhandler vandelskontroll og attester, klageadgang og 
erstatning, informasjonsplikt og meldeplikt, samt de særskilte reglene for hver enkelt type 
politiregistre og andre systemer, behandles derimot ikke utover det som er nødvendig av 
hensyn til helheten. Bakgrunnen for denne avgrensningen er at oppgaven vil ta for seg de 
grunnleggende og sentrale regler – altså hovedlinjene, mens de nevnte regler er mer perife-
re i forhold til personvernlovgivning. 
For øvrig, som følge av at rammebeslutningen i art. 1(4) ekskluderer etterretningstjenester 
og lignende fra sitt virkeområde, faller reglene om Politiets sikkerhetstjeneste (heretter 
«PST») i utgangspunktet utenfor oppgavens tema. Men som følge av at Politiregisterloven 
også er gitt anvendelse for PST, vil reglene om PST også bli behandlet i den grad det er 
nødvendig eller hensiktsmessig av hensyn til helheten. 
Reglene om behandling av opplysninger vedrørende gjenstander og juridiske personer vil 
heller ikke bli særlig inngående behandlet, men kun nevnt svært kort. 
Det bemerkes at det tidligere er skrevet en 30 STP oppgave med lignende avgrensning. 
Oppgaven ble levert 27. april 2009 av Jens Thrane Bordevich Agersborg ved Universitetet i 
Oslo. Oppgavens hovedtittel er «Personvernkrav til politiregisteropplysninger» med undertittel 
«Forslaget til ny politiregisterlov vurdert i lys av EUs rammebeslutning om utveksling av person-
opplysninger i forbindelse med politi- og strafferettssamarbeid». Forskjellen mellom oppgavene 
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er at oppgaven fra 2009 ble skrevet før departementet hadde fremmet sitt lovforslag i 
Ot.prp. nr. 108 (2008-2009) og tok således utelukkende for seg utvalget sitt lovforslag i 
NOU 2003: 21, da dette var det eneste som forelå på det tidspunktet. Denne oppgaven tar 
derimot utgangspunkt i departementets lovforslag og den endelig vedtatte lov og vier ikke 
mye plass til NOU 2003: 21 ut over det som er nødvendig eller hensiktsmessig av hensyn 
til helheten. 
 
1.4 Begrepsavklaring 
I oppgaven vil flere av de nedenfor nevnte begreper benyttes. Det vil da være hensiktsmes-
sig å gi en oversikt over disse: 
Med «politiet» siktes det til politi- og påtalemyndigheten hvis ikke annet følger av sam-
menhengen eller er uttrykkelig uttalt. Formuleringen «politi- og påtalemyndigheten» omfatter 
også PST, hvis ikke annet følger av sammenhengen eller er uttrykkelig uttalt. 
Med «PST» siktes det til Politiets sikkerhetstjeneste i Norge som er en del av politi- og på-
talemyndigheten. I forbindelse med sin administrative og forebyggende virksomhet er PST 
direkte underlagt Justis- og politidepartementet, mens i etterforsknings- og påtalespørsmål 
er PST underlagt Riksadvokaten og Statsadvokatembetene. 
Med «Rådet» siktes det til Rådet for Den europeiske union (tidligere kjent som Ministerrå-
det). Dette Rådet må ikke forveksles med Europarådet som er en internasjonal organisasjon 
som ikke har noen sammenheng med EU. Rådet, sammen med Europaparlamentet, utgjør 
EUs lovgivende myndighet. Rådet er satt sammen av ministre fra regjeringene i hvert av 
medlemsstatene i EU. Rådet må for øvrig heller ikke forveksles med Det europeiske råd 
som er et annet organ innenfor EU. Det europeiske råd tar seg av de overordnede politiske 
strategier i EU og er ikke del av den lovgivende myndighet slik Rådet for Den europeiske 
union er. 
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Med «Kommisjonen» siktes det til Europakommisjonen (også kjent som EU-kommisjonen). 
Dette er det utøvende organ i EU. I Kommisjonen sitter 27 kommissærer, et fra hvert av 
EUs medlemsstater. Kommisjonen har til oppgave å foreslå lover og iverksette dem etter at 
de er vedtatt av Rådet. Således kan organet sammenlignes med Regjeringen i Norge, mens 
Rådet kan sammenlignes med Stortinget. 
Med «rammebeslutningen» siktes det til EUs rammebeslutning 2008/977/JIS av 27. novem-
ber 2008 om vern av personopplysninger i forbindelse med politisamarbeid og rettslig sam-
arbeid i straffesaker. 
Med «utvalget» siktes det til Politiregisterutvalget21 som Justis- og politidepartementet den 
28. august 2000 nedsatte for å utarbeide NOU 2003: 21. 
Med «departementet» siktes det til Justis- og politidepartementet. 
Med «EOS-utvalget» siktes det til Stortingets kontrollutvalg for etterretnings-, overvåk-
nings- og sikkerhetstjenesten. 
Med «EMK» siktes det til Den Europeiske Menneskerettskonvensjon som gjennom Men-
neskerettsloven22 er gjort til gjeldende norsk lov. 
                                                 
21 Ot.prp. nr. 108 (2008-2009) punkt 2.2. 
22 Menneskerettsloven § 2. 
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1.5 Schengen-samarbeidet 
1.5.1 Forhistorie23 
Helt sør i Luxembourg ligger en liten landsby som heter Schengen. Her møtes landegren-
sene mellom Frankrike, Luxembourg og Tyskland. Den 15. juni 1985 ble det i Schengen 
undertegnet en avtale mellom Belgia, Frankrike, Luxembourg, Nederland og Tyskland med 
formål å avskaffe grensekontrollen for fysiske personer mellom disse landene. Avtalen fra 
1985 har senere blitt utvidet med flere avtaleparter. Avtalen inneholder regler om visum-, 
asyl- og politisamarbeid, i tillegg til regler om oppheving av grensekontroll. Schengen-
avtalen av 1985 ble den 19. juni 1990 presisert med en konvensjon mellom avtalepartene 
med nærmere regler om den praktiske gjennomføringen av avtalen. Formelt trådte den i 
kraft 26. mars 1995. 
Opprinnelig var Schengen-samarbeidet et samarbeid utenfor EU og kun en multilateral av-
tale mellom avtalepartene. Men i juni 1997 ble det gjennom Amsterdam-traktaten vedtatt at 
Schengen-regelverket skulle bli en del av EU. Traktaten trådte formelt i kraft 1. mai 1999 
og er en revisjon av de traktater og rettsakter som EU er tuftet på. I traktaten ble statene 
enige om at de stater som ikke allerede var del av Schengen-samarbeidet, ikke automatisk 
skulle bli del av det gjennom traktaten.24 For øvrig ble det åpnet for at statene Storbritannia 
og Irland kunne ta del i deler av samarbeidet dersom de ønsket dette, siden ingen av dem 
ønsket å delta fullt ut.25 Storbritannia og Irland har valg å stå utenfor samarbeidet når det 
gjelder opphevelse av grensekontrollen, men deltar for øvrig i Schengen-samarbeidet. For 
eksempel deltar de i politisamarbeidet.26 
Den 21. desember 2007 ble Schengen-samarbeidet utvidet til å omfatte statene Polen, Est-
land, Latvia, Litauen, Tsjekkia, Slovakia, Slovenia, Ungarn og Malta. I dag omfatter 
                                                 
23 Den europeiske unions delegasjon til Norge (9/2009). 
24 Amsterdam-traktaten. Protokol om integration af Schengen-reglene i Den Europeiske Union art. 2(2). 
25 Amsterdam-traktaten. Protokol om integration af Schengen-reglene i Den Europeiske Union art. 4. 
26 EF-direktiv 00/365/EF og EF-direktiv 02/192/EF. 
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Schengen-avtalen 26 fullverdige medlemsstater27. EU-statene Kypros, Bulgaria og Roma-
nia, samt statene Sveits og Liechtenstein forventes å bli en del av Schengen-samarbeidet i 
fremtiden. Det forventes også at Storbritannia og Irland vil bli fullverdige medlemmer i 
fremtiden. 
 
1.5.2 Hoveddelen i samarbeidet 
Schengen-samarbeidets hoveddel går ut på at grensekontroll for fysiske personer blir av-
skaffet slik at man kan passere landegrensene uten å vise pass. Altså kan man reise passfritt 
innenfor hele Schengen-området. Men selvsagt bør man allikevel ha med seg identifika-
sjonspapirer for andre formål, for eksempel dersom man blir spurt om å identifisere seg for 
politiet. Det er også viktig å påpeke at selv om grensekontroll er opphevet, innebærer ikke 
dette at sikkerhetskontrollen på flyplasser har forsvunnet. Flyselskaper kan fortsatt kreve at 
passasjerer identifiserer seg selv ved ombordstigning. 
Skulle hensynet til offentlig orden eller statens sikkerhet kreve det, kan den enkelte 
Schengen-stat gjeninnføre grensekontrollen i en tidsbegrenset periode. Dette skjedde blant 
annet da USAs presidenten Barack Obama mottok fredsprisen i Norge den 10. desember 
2009. Grensekontrollen ble gjeninnført som et ledd i sikkerhetstiltakene den norske stat 
hadde iverksatt for å ivareta sikkerheten i forbindelse med presidentbesøket. For øvrig kan 
hver enkel Schengen-stat foreta stikkprøvekontroller ved grensepasseringer. 
Det er også viktig å merke seg at Schengen-avtalen bare gjelder for fysiske personer og ikke 
for varer. Således kan nasjonale tollmyndigheter foreta kontroll av bagasje for å påse at na-
sjonale regler om innførsel av varer er overholdt. 
                                                 
27 Belgia, Danmark, Estland, Finland, Frankrike, Hellas, Island, Italia, Latvia, Litauen, Luxembourg, Malta, 
Monaco, Nederland, Norge, Polen, Portugal, Slovakia, Slovenia, Spania, Sveits, Sverige, Tsjekkia, Tyskland, 
Ungarn og Østerrike. 
 12
Ved inn- og utreise fra Schengen-området skal Schengen-statene foreta passkontroll av alle 
reisende, også tredjelandsborgere (det vil si personer som ikke er statsborger i Schengen-
statene). Kontrollen vil blant annet omfatte visumkontroll dersom destinasjonslandet krever 
visum, men kontrollens viktigste del vil være at den reisende blir kontrollert opp mot 
Schengen-statenes felles database for personer som er ettersøkt for straffbare handlinger 
mv. Reisende fra tredjestater vil måtte gjennomgå passkontroll ved den første internasjona-
le flyplassen de ankommer innenfor Schengen-området, men vil deretter kunne reise pass-
fritt innenfor Schengen-området. For eksempel dersom en statsborger fra USA ankommer 
Norge, vil han bli kontrollert på Gardermoen lufthavn Oslo og kan deretter reise passfritt i 
Norge og resten av Schengen-området. Han vil igjen bli utsatt for passkontroll ved utreise 
fra Schengen-området, for eksempel fra Arlanda lufthavn Stockholm. Det bemerkes at reg-
lene gjelder for alle grensepasseringer, også dersom den reisende benytter sjøveien. 
Politisamarbeidet i Schengen-området er et viktig verktøy for bekjempelse av kriminalitet. 
Målet med samarbeidet er å bekjempe organisert kriminalitet som for eksempel narkotika-
handel, menneskehandel, våpensmugling og økonomisk kriminalitet. Av hensyn til et ef-
fektivt samarbeid, er det således opprettet et informasjonssystem som heter Schengen in-
formasjonssystem (heretter «SIS»). Systemet består av elektroniske nasjonale dataregistre 
som er koblet i nettverk og som statene vedlikeholder for utveksling av informasjon mel-
lom Schengen-statenes politi- og påtalemyndigheter. Foruten etterlysning av personer, kan 
også motorkjøretøyer, våpen, nummererte pengesedler og identitetspapirer bli ettersøkt 
gjennom SIS. Skulle politiet etter nasjonal behandling av opplysninger komme til at man 
ønsker å etterlyse noen gjennom SIS, må politiet mate personopplysningene inn i systemet. 
Disse opplysningene vil da være tilgjengelig for samtlige Schengen-stater og muligheten til 
å pågripe vedkommende vil øke betraktelig. 
Selve SIS består som nevnt av elektroniske nasjonale dataregistre koblet i nettverk og er 
regulert gjennom SIS-loven28. SIS-loven gjennomfører Schengen-avtalen i norsk rett. 
                                                 
28 Lov om Schengen informasjonssystem (SIS-loven) 16. juli 1999 nr. 66. 
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1.5.3 Norges medlemskap i Schengen-samarbeidet 
Innledningsvis bemerkes at Norge har to tilknytningsformer til EU – EØS-avtalen og 
Schengen-avtalen. Schengen-avtalen har ikke blitt til som følge av EØS-avtalen, men er en 
selvstendig avtale mellom Norge og EU. EØS-avtalen angår EUs indre markeder og regle-
ne om handel, økonomi og konkurranse, mens Schengen-avtalen angår EUs regler om poli-
ti- og strafferettssamarbeid. 
Norge ble tilknyttet Schengen-samarbeidet allerede i 1996 før Schengen-regelverket ble 
innlemmet i EU. Den opprinnelige Schengen-avtalen ble fremmet for Stortinget med for-
slag om samtykke til ratifikasjon i St.prp. nr. 42 (1996-97). Stortinget ga sitt samtykke 9. 
juni 1997. Men som følge av at Schengen-regelverket gjennom Amsterdam-traktaten ble 
innlemmet i EU, ble det nødvendig for Norge å inngå ny avtale med EU om Schengen-
samarbeidet. 
Stortinget ga sitt samtykke til ratifikasjon av den nye Schengen-avtalen29, som var lik den 
opprinnelige fra 1996, i Stortingsvedtak 35830. Den nye Schengen-avtalen trådte formelt i 
kraft den 18. mai 1999. Forskjellen mellom den gamle og den nye avtalen var at det gjen-
nom den nye avtalen ble enighet om å opprette et Fellesorgan31 hvor Norge kunne delta på 
lik linje med EU-statene i forhandlingene om eksisterende og fremtidige Schengen-regler. 
Grunnen til at dette var nødvendig er fordi Norge ikke er EU-medlem og således ikke har 
stemmerett i EU. Dersom Norge og EU ikke hadde inngått ny avtale, ville det effektivt in-
nebære at Norge ikke kunne delta i fremtidige forhandlinger om Schengen-samarbeidet. 
Som allerede nevnt foregår forhandlinger om Schengen-samarbeidet i Fellesorganet, der 
Norge og de øvrige avtaleparter deltar på lik linje på alle nivåer vedrørende alle Schengen-
spørsmål. Også Norge har talerett i Fellesorganet og kan komme med forslag til vedtak.32 
                                                 
29 St.prp. nr. 50 (1998-99) Vedlegg 1. 
30 Stortinget (4/1999). 
31 St.prp. nr. 50 (1998-99) Vedlegg 1, art. 3 og 4. 
32 St.prp. nr. 50 (1998-99) Vedlegg 1, art. 4(2) og (4). 
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Dersom Rådet forbereder regler eller tiltak som ikke direkte faller inn under Schengen-
avtalen, men som kan ha betydning for Schengen-samarbeidet, skal Fellesorganet informe-
res.33 Dette var tilfellet med rammebeslutningen da Regjeringen vurderte den som Scheng-
en-relatert og ble med i forhandlingene om den. 
Etter at nye regler og tiltak er drøftet i Fellesorganet, vil EU-statene treffe vedtak for sitt 
vedkommende gjennom Rådet. Norge må derimot ta sine avgjørelser om det vil slutte seg 
til de nye reglene og tiltakene på eget selvstendig grunnlag.34 Dersom Norge kommer til 
den beslutning å ikke ratifisere reglene og tiltakene, vil Fellesorganet innen 90 dager un-
dersøke ulike måter for å kunne videreføre Schengen-avtalen med Norge. Dersom Felles-
organet ikke finner noen løsning på tvisten, vil Schengen-avtalen for Norges del opphøre 
innen 3 måneder etter at fristen på 90 dager er utløpt.35 Skulle dette skje, vil Norge stå uten-
for SIS. For øvrig må reisende fra Norge også belage seg på passkontroll ved grenseo-
verskridende reiser. 
Således, dersom Stortinget ikke hadde ratifisert rammebeslutningen, ville dette kunne ha 
medført at Norge ikke lenger kunne være del av Schengen-samarbeidet. For øvrig ville det 
også kunne medføre at Norge heller ikke fikk ta del i avtaler som for eksempel Prüm-
avtalen eller lignende som følge av manglende eller dårlige personvernregler for behand-
ling av personopplysninger.36 
                                                 
33 St.prp. nr. 50 (1998-99) Vedlegg 1, art. 5. 
34 St.prp. nr. 50 (1998-99) Vedlegg 1, art. 8(2). 
35 St.prp. nr. 50 (1998-99) punkt 1.3, jf. Vedlegg 1, art. 8(4). 
36 Peters (2010). 
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1.6 Rettskilder utenom loven, forarbeidene og rammebeslutningen 
Av nasjonale rettskilder, utenom forslaget til Politiregisterloven og den vedtatte lovtekst, 
har vi NOU 2003: 21 som var utvalget sitt forslag til Politiregisterloven. Men denne har 
ikke like stor relevans som før, siden departementets lovforslag i Ot.prp. nr. 108 (2008-
2009) er vesentlig forskjellig som følge av at rammebeslutningens krav og regler er forsøkt 
implementert og som følge av at departementets lovforslag nå er vedtatt av Stortinget. 
NOU 2003: 21 ble foreslått av utvalget før rammebeslutningen overhodet var foreslått for 
Rådet. For øvrig har lovgiver ikke behov for å se på tidligere rettspraksis eller tidligere lov-
forslag for å kunne vedta nye rettsregler. Lovgiver står fritt, innenfor de skranker som 
Grunnloven og folkeretten setter, til å vedta nye rettsregler uavhengig av hva gjeldende rett 
måtte være.37 
Av internasjonale rettskilder har vi først og fremst rammebeslutningen. Den er en folke-
rettslig avtale og det som er av interesse er retningslinjer for hvordan folkerettslige avtaler 
skal tolkes. Folkerettslige avtaler har ofte få eller ingen forarbeider. Det er det endelig ved-
tatte som er bindende for statene. Som ved all tolkning av rettsregler, er det ordlyden som 
er utgangspunktet også for folkerettslige avtaler og rettsregler. Men folkerettslige avtaler i 
EU utformes ofte i flere språkutgaver. Dette kan i tvilstilfeller være en fordel, da rettsan-
venderen kan se på de forskjellige språkutgavene for å se om eventuell tolkningstvil kan lø-
ses ved å nyansere språket. Men oftest må rettsanvenderen se tilbake på avtalens formåls-
bestemmelse og fortale. I disse utformes intensjonen med den folkerettslige avtale og 
bestemmelsenes ordlyd avstemmes ofte mot disse for å finne frem til en mest mulig har-
monisk tolkning. Det er allikevel viktig å merke seg at fortaler i folkerettslige avtaler ikke 
er bindende. Altså kan man ikke utlede rettigheter eller plikter fra disse, men de kan der-
imot bidra til å eliminere eventuelle tolkningstvil. 
Videre er det viktig å huske Den Europeiske Menneskerettskonvensjon (heretter «EMK») 
som rettskilde. Denne er gjennom Menneskerettsloven § 2 gjort til gjeldende norsk lov. I 
                                                 
37 Grunnloven § 75a. 
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Menneskerettsloven § 3 heter det at EMK, ved motstrid, går foran norsk lov. Altså har 
EMK fått status som kvasi-konstitusjonell lov, det vil si at den står mellom lov og Grunn-
lov i det hierarkiske lovsystem. Av særlig betydning ved vedtakelse av nye rettsregler er 
EMK art. 8, som etter Den Europeiske Menneskerettsdomstol (heretter «EMD») sin tolk-
ning, oppstiller krav om at rettsregler skal være utformet på en slik måte at de fremmer 
klarhet og forutberegnelighet. EMD har blant annet i Case of The Sunday Times v. The 
United Kingdom benyttet følgende formulering: 
«… a norm cannot be regarded as ’law’ unless it is formulated with sufficient precision to enable 
the citizen to regulate his conduct: he must be able – if need be with appropriate advice – to foresee, 
to a degree that is reasonable in the circumstances, the consequences which a given action may en-
tail».38 
EMK art. 8 gjenspeiler på flere måter legalitetsprinsippet i norsk rett, selv om det ikke er 
helt sammenfallende. Lovgiver må sørge for at Politiregisterloven er så klar og forutbe-
regnlig som mulig. Etter EMK art. 8(1) har enhver rett til respekt for sitt privatliv og fami-
lieliv, sitt hjem og sin korrespondanse. For at myndighetene skal kunne gjøre inngrep i dis-
se rettighetene, må nærmere vilkår i EMK art. 8(2) være oppfylt. De viktigste vilkårene er 
at inngrepet må være lovhjemlet («… in accordance with the law …») og dessuten være nød-
vendig i et demokratisk samfunn («… necessary in a democratic society …»). Det bemerkes at 
når EMK bruker begrepet «law», som oversettes til «rett», siktes det ikke bare til formell 
lov, men også sedvanerett. Dette fordi EMK og den øvrige folkerett i stor utstrekning er ba-
sert på folkerettslig sedvanerett. Således setter det norske legalitetsprinsipp en strengere 
skranke, da inngrep i henhold til prinsippet må være hjemlet i formell lov vedtatt etter 
Grunnloven §§ 76 flg. 
EMD er satt til å håndheve EMK.39 I blant annet Case of Amann v. Switzerland, Case of 
Rotaru v. Romania og Case of Leander v. Sweden slo retten fast at lagring og utlevering av 
                                                 
38 Case of The Sunday Times v. The United Kingdom 26 April 1979 avsnitt 49. 
39 Menneskerettsloven vedlegg 2, art. 19 og 32. 
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personopplysninger er å anse som et «inngrep».40 Personopplysningene som behandles 
trenger ikke å være sensitive for at behandlingen skal anses som et «inngrep». Det har heller 
ikke betydning at behandler og eventuelt mottaker har taushetsplikt. Det avgjørende er om 
opplysningene er om en persons privatliv.41 Også Høyesterett har uttalt at «… innhenting og 
formidling av opplysninger fra strafferegisteret må anses som et inngrep i retten til respekt for pri-
vatlivet».42 Således er det klart at politiet trenger klare lovhjemler for å lagre personopplys-
ninger, samt at de øvrige vilkår i EMK art. 8(2) må være oppfylt for at det skal kunne gjø-
res legitime inngrep i de rettigheter som oppstilles for borgerne i EMK art. 8(1). 
For øvrig inneholder Personverndirektivet43 viktige personvernprinsipper. Direktivet er 
gjennomført i norsk rett gjennom Personopplysningsloven. Men direktivet gjelder ikke for 
politiets, herunder PSTs behandling av personopplysninger i forbindelse med straffesaker, 
se direktivets art. 3(2) der behandling av opplysninger i forbindelse med straffesaker er 
unntatt. Dette gjelder, som det fremgår, bare for straffesaker. Således omfattes politiets for-
valtningsvirksomhet og sivile gjøremål av Personverndirektivet. Det er bare PST som i sin 
helhet er unntatt, jf. formuleringen i art. 3(2) «… under ingen omstændigheter for behandling, 
der vedrører den offentlige sikkerhed, forsvar, statens sikkerhed ... og statens aktiviteter på det 
strafferetlige område ...». Dette er mulig som følge av at PST bedriver virksomheter som ute-
lukkende angår offentlig sikkerhet og statens sikkerhet, selv i sin forvaltningsvirksomhet. 
Av den grunn er det mulig å regulere PSTs forvaltningsvirksomhet gjennom Politiregister-
loven, men det samme er ikke mulig for det ordinære politiet. Det er dessuten uttrykkelig 
fastsatt at Personverndirektivet ikke gjelder for behandling av personopplysninger som er 
omfattet av avsnitt VI i EU-traktaten. Dette avsnittet gjelder regler om politi- og rettslig 
samarbeid i straffesaker. Det er også uttalt i rammebeslutningens fortale avsnitt 5 at Per-
sonverndirektivet ikke gjelder for rammebeslutningen. Personverndirektivet er derimot 
anerkjent og er i ferd med å oppnå status som folkerettslig sedvanerett, om det ikke allerede 
                                                 
40 Case of Amann v. Switzerland 16 February 2000 avsnitt 45 og 69, Case of Rotaru v. Romania 4 May 2000 
avsnitt 46 og Case of Leander v. Sweden 26 March 1987 avsnitt 48. 
41 NOU 2003: 21 s. 107 første spalte, øverst. 
42 Rt. 2001 s. 428, s. 444, siste avsnitt. 
43 EF-direktiv 95/46/EF. 
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har oppnådd denne status. Således bør viktige personvernprinsipper som direktivet inne-
holder kunne vektlegges ved tolkning av rammebeslutningen og Politiregisterloven. 
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2 Går Politiregisterloven på akkord med personvernet etter EMK art. 8? 
2.1 Redegjørelse 
EMK er en folkerettslig konvensjon og når konvensjoner skal tolkes, skal dette gjøres med 
utgangspunkt i konvensjonsbestemmelsenes ordlyd og i henhold til konvensjonens egne 
tolkningsregler i den grad konvensjonen har egne tolkningsregler. Dette følger av Wien-
konvensjonen44. Det bemerkes at selv om Norge ikke har ratifisert Wienkonvensjonen, reg-
nes de fleste av dens bestemmelser som folkerettslig sedvanerett. Dette innebærer at også 
de stater som ikke har ratifisert den, er forpliktet til å følge disse bestemmelsene.45 For øv-
rig skal konvensjonstolkningen skje i henhold til rettspraksis. For EMK er det EMDs prak-
sis som er avgjørende, da det er EMD som er satt til å håndheve konvensjonen, se EMK art. 
19 og 32. I EMK art. 17 og 18 er det gitt nærmere regler for tolkning av EMKs bestemmel-
ser. Art. 17 oppstiller et forbud mot misbruk av rettigheter og friheter som konvensjonen 
gir. Etter art. 18 skal det ikke foretas derogasjon (inngrep/fravikelse) i rettigheter og frihe-
ter som EMK gir hjemmel til, i større utstrekning enn derogasjonsbestemmelsen gir hjem-
mel til. For øvrig skal derogasjonen ikke omfatte andre formål enn det som er uttrykkelig 
uttalt i derogasjonsbestemmelsen. EMD har fastslått at formålene som oppstilles i dero-
gasjonsbestemmelsene skal tolkes strengt.46 
EMK art. 8(1) gir den enkelte rett til respekt for privatliv, familieliv, hjem og korrespon-
danse. Videre setter EMK art. 8(2) skranker for staten ved at staten forbys å gjøre inngrep i 
de nevnte rettigheter. Det er bare dersom nærmere vilkår er oppfylt at staten kan gjøre inn-
grep i disse rettighetene. Når bestemmelsen omtales i engelskspråklige tekster, gjøres dette 
                                                 
44 Vienna Convention (1969), Section 3 Interpretation of treaties. 
45 Høstmælingen (2003) s. 86, punkt 5.2. 
46 Case of Mastepan v. Russia 14 January 2010 avsnitt 40 og Case of Klass and others v. Germany 6 Septem-
ber 1978 avsnitt 42 og Rognlien (2010). 
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gjerne under overskriften «privacy».47 Det finnes mange definisjoner av begrepet «priva-
cy», men det finnes ingen enhetlig definisjon som alle slutter opp om. Grunnen er blant an-
net at begrepet er noe abstrakt. Men de fleste definisjoner går ut på at «privacy» er retten til 
å kontrollere informasjonsflyten om egen person. Det er særlig ved bruk av moderne in-
formasjons- og kommunikasjonsteknologi at individene har behov for personvern. En kjent 
definisjon som er brukt i IKT-bransjen (informasjons- og kommunikasjonsteknologi) er 
Alan Westins definisjon av begrepet «privacy»: 
«Privacy is the claim of individuals ... to determine for themselves when, how and to what extent 
that information about them is communicated to others».48 
EMD har ikke prøvd å gi en uttømmende definisjon på begrepene «privacy» eller «private 
life», men har derimot forsøkt å stipulere at begrepene omfatter mer enn bare forestillingen 
om den nærmeste krets og den nærmeste sfære. Dette følger av EMDs dom i Case of Nie-
mietz v. Germany hvor domstolen uttalte følgende: 
«The Court does not consider it possible or necessary to attempt an exhaustive definition of the no-
tion of "private life". However, it would be too restrictive to limit the notion to an "inner circle" in 
which the individual may live his own personal life as he chooses and to exclude there from entirely 
the outside world not encompassed within that circle. Respect for private life must also comprise to 
a certain degree the right to establish and develop relationships with other human beings.».49 
Begrepet «privacy» oversettes normalt til «privatliv». Ved vern av privatlivet og den priva-
te sfære, taler man om «personvern», eller på engelsk «privacy protection».50 I den videre 
fremstilling vil rettighetene som oppstilles i EMK art. 8(1) omtales som «personvern» siden 
rettighetene glir over i hverandre og siden de samlet sett verner om privatlivet og den priva-
te sfære. 
                                                 
47 Høstmælingen (2003) s. 215, punkt 8.9. 
48 Westin (1967) og Hauknes (2010). 
49 Case of Niemietz v. Germany 16 December 1992 avsnitt 29. 
50 Kunnskapsforlaget (2002) s. 847 og Cappelens (1988) s. 871. 
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EMK art. 8 er altså ment å gi individene rett til selv å råde over seg og sitt, uten innblan-
ding utenfra.51 Om dette har EMD i Case of Christine Goodwin v. The United Kingdom ut-
talt følgende: 
«The very essence of the Convention is respect for human dignity and human freedom. Under Arti-
cle 8 of the Convention in particular, where the notion of personal autonomy is an important princi-
ple underlying the interpretation of its guarantees, protection is given to the personal sphere of each 
individual ...».52 
Men det er klart at den enkeltes rett ikke kan gjelde uten grenser. Av hensyn til andre indi-
vider og ikke minst et demokratisk samfunn, er det nødvendig å kunne gjøre inngrep i per-
sonvernet som er oppstilt for den enkelte i EMK art. 8(1). Spørsmålet er - når det er legi-
timt å gjøre inngrep? 
EMK art. 8 er bygget opp slik at retten til personvern gis i art. 8(1). Unntak følger av EMK 
art. 8(2). Etter (2) kan det gjøres «inngrep» i personvernet dersom tre kumulative vilkår er 
oppfylt: 
• inngrepet må være i samsvar med loven 
• inngrepet må fremme nærmere angitte formål 
• inngrepet må være nødvendig i et demokratisk samfunn 
Først og fremst må det tiltak som iverksettes kunne kalles et «inngrep» for overhode å om-
fattes av derogasjonsbestemmelsen. EMD har i Case of Amann v. Switzerland, Case of Ro-
taru v. Romania, Case of Leander v. Sweden, Case of Malone v. The United Kingdom og 
Case of Lüdi v. Switzerland slått fast at lagring og utlevering av personopplysninger er å 
anse som et «inngrep».53 (De to sistnevnte omhandler telefonavlytting, men omfatter følge-
                                                 
51 Høstmælingen (2003) s. 215, punkt 8.9. 
52 Case of Christine Goodwin v. The United Kingdom 11 July 2002 avsnitt 90. 
53 Case of Amann v. Switzerland 16 February 2000 avsnitt 45 og 69, Case of Rotaru v. Romania 4 May 2000 
avsnitt 46 og Case of Leander v. Sweden 26 March 1987 avsnitt 48, Case of Malone v. The United Kingdom 
2 August 1984 avsnitt 64, Case of Lüdi v. Switzerland 15 June 1992 avsnitt 39. 
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lig lagring av personopplysninger da politiet nødvendigvis måtte lagre telefonsamtalene for 
å kunne benytte dem som bevis.). Personopplysningene som behandles trenger ikke å være 
sensitive for at behandlingen skal anses som et «inngrep». Det har heller ikke betydning at 
behandler og eventuelt mottaker har taushetsplikt. Det avgjørende er om opplysningene er 
om en persons privatliv.54 Også Høyesterett har uttalt at «… innhenting og formidling av opp-
lysninger fra strafferegisteret må anses som et inngrep i retten til respekt for privatlivet».55 
Altså trenger offentlige myndigheter lovhjemler for å behandle personopplysninger. Men 
EMD har som nevnt56 innfortolket kravene om klarhet og forutberegnelighet i EMK art. 8. 
Dette innebærer at lovhjemler må være såpass klare at de gir en tilfredsstillende indikasjon 
på når et inngrep kan bli aktuelt. Dette for at den enkelte ikke skal bli utsatt for vilkårlighet 
og uforutsigbarhet fra statens side, i dette tilfellet fra politiet. Med klarhet forstås i denne 
sammenheng at lovhjemler må ha en såpass presisjon at det er mulig å avgjøre inngrepets 
karakter og omfang, samt at lovteksten må være formulert på en slik måte at den ferdig tol-
kede rettsregel ikke kan avvike i vesentlig grad fra ordlyden. Hvor presist en lovhjemmel 
må være utformet avhenger av inngrepets art og omfang. Er inngrepet omfattende, øker 
kravet til presisjon. Motsatt, senkes kravet til presisjon.57 Dette er således sammenfallende 
med legalitetsprinsippet i norsk rett. 
Etter dette er det klart at offentlige myndigheter trenger tilstrekkelig klare lovhjemler for å 
behandle personopplysninger. Hjemmel for behandling av personopplysninger følger etter 
gjeldende rett av Strafferegistrerings-, Straffeprosess- og Politiloven. Det er også gitt nær-
mere regler i Strafferegistreringsforskriften og i Påtaleinstruksen. Men disse rettskildene 
inneholder ikke detaljerte regler for hvordan personopplysninger skal behandles. Således 
innebærer Politiregisterloven at politiet får klarere hjemler for behandling av personopp-
lysninger enn de har i dag. Videre innebærer loven at de registrerte gis klarere og mer 
konkrete rettigheter enn de har i dag, noe som også er positivt. 
                                                 
54 NOU 2003: 21 s. 107 første spalte, øverst. 
55 Rt. 2001 s. 428, s. 444, siste avsnitt. 
56 Se oppgavens punkt 1.6. 
57 NOU 2003: 21 s. 107, andre spalte, første avsnitt. 
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Men for at inngrepet skal være legitimt holder det ikke med tilstrekkelig klare lovhjemler. 
Inngrepet må dessuten fremme minst et av følgende formål: nasjonal sikkerhet, offentlig 
trygghet eller landets økonomiske velferd, forebyggelse av uorden eller kriminalitet, be-
skyttelse av helse eller moral eller beskyttelse av andres rettigheter og friheter. 
Hensikten med behandling av personopplysninger i politiet er i hovedsak kriminalitetsbe-
kjempelse nasjonalt. Et av hovedmålene med rammebeslutningen er å sørge for at statene 
vedtar minimumsrettigheter for de registrerte slik at de ikke blir skadelidende som følge av 
politi- og strafferettssamarbeid over landegrensene. Kriminalitetsbekjempelse fremmer 
klart alle de legitime formål som oppstilles i EMK art. 8(2). Dette er også utvalget enig i.58 
Dersom kriminalitet ikke bekjempes vil den før eller senere sette nasjonal sikkerhet i fare, 
bidra til offentlig utrygghet, svekke landets økonomiske velferd, føre til uorden og krimina-
litet og undergrave borgernes rettigheter og friheter. Kriminalitet kan også svekke og på-
virke borgernes helse og moral. Som eksempel kan nevnes narkotikakriminalitet og men-
neskehandel. Disse kriminelle handlinger har ofte tilknytning til flere land. Dersom denne 
typen kriminalitet ikke bekjempes, vil det ha flere negative sider. Blant annet vil de krimi-
nelle opparbeide seg stor økonomisk slagkraft som igjen kan gå til finansiering av større 
kriminelle handlinger. Narkotikakriminalitet fører ofte til gjengoppgjør, drap, vold og ut-
pressing. Menneskehandel er for øvrig en svært integritetskrenkende kriminell handling 
som fører med seg betydelig utrygghet og skade på det fysiske og psykiske legeme, ikke 
bare for de som direkte utsettes for det, men også for pårørende. Og for at det skal være 
økonomisk lønnsomt med narkotikakriminalitet og menneskehandel, må det eksistere et 
marked for dette, ergo vil borgernes helse og moral bli påvirket ytterligere negativt. Altså 
er det i samfunnets og individenes interesse at offentlige myndigheter bedriver kriminali-
tetsbekjempelse. Uten velfungerende politi- og påtalemyndigheter ville samfunnet slik vi 
kjenner det bryte sammen. Det ville være den sterkestes rett som regjerte og det ville være 
lovløse tilstander. Den trygghet og stabilitet som de fleste av oss føler og tar forgitt ville 
forsvinne og ville i stedet ha blitt erstattet med utrygghet og uorden. 
                                                 
58 NOU 2003: 21 s. 108, punkt 5.2.2.4. 
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Men for at offentlige myndigheter skal kunne foreta inngrep i personvernet som gis i EMK 
art. 8(1), må inngrepet, foruten å være lovhjemlet og fremme de nevnte formål, dessuten 
være nødvendig i et demokratisk samfunn. Det er på dette punkt de fleste slag utkjempes i 
EMD. At noe er nødvendig, innebærer at det er mer enn bare ønskelig. Det må være et 
tvingende/presserende samfunnsbehov som er bakgrunnen for inngrepet. Som allerede på-
pekt, er kriminalitetsbekjempelse et tvingende/presserende samfunnsbehov. Uten kriminali-
tetsbekjempelse vil det demokratiske samfunn, slik vi kjenner det, stå i fare. 
EMD har i flere rettsavgjørelser dessuten uttalt at vilkåret om at inngrepet må være nød-
vendig i et demokratisk samfunn, innebærer en proporsjonalitetsvurdering.59 I forbindelse 
med proporsjonalitetsvurderingen har EMD gitt statene en skjønnsmargin («margin of ap-
preciation»). Denne skjønnsmarginen går ut på at når statene skal vurdere nødvendigheten 
av et inngrep, skal de påse at det er proporsjonalitet mellom mål og middel. Denne 
skjønnsmarginen har statene i kraft av å være nærmest saken både i tid og fakta. EMD vil 
unngå å overprøve de nasjonale domstoler i større utstrekning enn nødvendig og vil ikke 
være en form for fjerdeinstans. Statenes skjønnsmargin varierer avhengig av hvor alvorlig 
inngrepet er og hvilke formål statene ønsker å oppnå. 
I proporsjonalitetsvurderingen er spørsmålet, om de offentlige myndigheters inngrep har 
større fordeler ved seg, enn det har ulemper for individet. Inngrepet kan ikke iverksettes 
bare fordi det er til fordel for staten eller at det er ønskelig. Dersom ulempene for individet 
er større, vil inngrepet normalt ikke anses nødvendig i et demokratisk samfunn. Men det er 
viktig å merke seg at dette ikke gjelder uten unntak. Det avgjørende er om myndighetene 
har valg mellom ulike inngrep. Dersom myndighetene kan velge, skal det inngrep velges 
som innebærer minst ulemper for individet, veid opp imot hensynet om et demokratisk 
samfunn. Det sistnevnte illustreres i EMDs dom Case of Anthony King v. The United 
Kingdom (se lenger ned). Det er også viktig å merke seg at inngrepet må være nødvendig 
                                                 
59 Case of Handyside v. The United Kingdom 7 December 1976 avsnitt 49, Case of A. B. v. Switzerland 22 
February 1995 The law avsnitt 1, Case of A.W. Khan v. The United Kingdom 12 January 2010 avsnitt 50, 
Case of Anthony King v. The United Kingdom 26 January 2010 avsnitt 29, Case of Mastepan v. Russia 14 
January 2010 avsnitt 40 og Rognlien (2010). 
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som følge av tvingende/presserende samfunnsmessige behov – noe kriminalitetsbekjempel-
se normalt er. Men ikke all form for kriminalitet er like tvingende/presserende å bekjempe 
– for eksempel er det forskjell på fartsovertredelse og voldsutøvelse. 
Case of A. B. v. Switzerland. Saken handlet om A. B., en sveitsisk statsborger, som ble 
dømt til 17 års fengsel for mord og ransforsøk. Som et tiltak for å bedre de innsattes helse 
og for å sanksjonere eventuell bruk av ulovlige narkotiske midler, besluttet fengselsmyn-
dighetene at de innsatte ved nærmere angitte intervaller skulle avlegge urinprøver. AB 
mente at dette var brudd på hans menneskerettigheter all den tid han måtte avlegge urin-
prøver mot sin vilje. Dette var domstolen ikke enig i. Dommen gir uttrykk for proporsjona-
litetsprinsippet og statenes skjønnsmargin. Domstolen uttalte i avsnitt 1 under punktet «The 
law», følgende: 
«... Article 8 para. 2 of the Convention provides that the interference must be necessary in a democ-
ratic society. According to the Court's case law, the concept of necessity means that the interference 
must be based on a pressing social need and, in particular, be proportionate to the legitimate aim be-
ing pursued. However, the national authorities enjoy a margin of appreciation of which the extent 
depends not only on the aim, but also the actual nature of the interference ...».60 
Case of A.W. Khan v. The United Kingdom. Saken handlet om A.W. Khan som, i en al-
der av kun 3 år, innvandret fra Pakistan til Storbritannia. Han var dømt for flere lovbrudd, 
herunder narkotikakriminalitet og dokumentfalsk. Som følge av dette, besluttet myndighe-
tene at A.W. Khan skulle deporteres til Pakistan. Han mente at dette var brudd på hans 
menneskerettigheter. Domstolen slo fast at deportasjonen ikke sto i proporsjon med formå-
lene man ønsket å oppnå og at inngrepet således ikke var nødvendig i et demokratisk sam-
funn. Dommen gir uttrykk for proporsjonalitetsprinsippet. Domstolen uttalte i avsnitt 50 
følgende: 
«... having particular regard to the length of time that the applicant has been in the United Kingdom 
and his very young age at the time of his entry, the lack of any continuing ties to Pakistan, the 
                                                 
60 Case of A. B. v. Switzerland 22 February 1995 The law avsnitt 1. 
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strength of his ties with the United Kingdom, and the fact that the applicant has not reoffended fol-
lowing his release from prison in 2006, the Court finds that the applicant's deportation from the 
United Kingdom would not be proportionate to the legitimate aim pursued and would therefore not 
be necessary in a democratic society.».61 
Case of Mastepan v. Russia. Saken handlet om en mann som var mistenkt for dokument-
falsk. Etter hans oppfatning var han blitt utsatt for en ulovlig husransakelse og mente at 
dette var brudd på hans menneskerettigheter. Domstolen kom til at inngrepet som var 
iverksatt (husransakelsen), var nødvendig og proporsjonalt med formålet staten ønsket å 
oppnå, nemlig kriminalitetsbekjempelse. Dommen gir uttrykk for at det må være propor-
sjonalitet mellom inngrep og formål, samt statenes skjønnsmargin. For øvrig gir dommen 
uttrykk for at unntakene i EMK art. 8(2) skal tolkes strengt. Domstolen uttalte i avsnitt 40 
følgende: 
«... the notion of “necessity” implies that the interference corresponds to a pressing social need and, 
in particular, that it is proportionate to the legitimate aim pursued. In determining whether an inter-
ference is “necessary in a democratic society” the Court will take into account that a certain margin 
of appreciation is left to the Contracting States. However, the exceptions provided for in paragraph 
2 of Article 8 are to be interpreted narrowly, and the need for them in a given case must be convinc-
ingly established ...».62 
Case of Anthony King v. The United Kingdom. Saken handlet om Anthony King som 
var mistenkt for alvorlige narkotikaforbrytelser i Australia og som australske myndigheter 
ønsket å få utlevert for å kunne prøve skyldspørsmålet for australske domstoler. Anthony 
King mente at dette var unødvendig og at utlevering til Australia ikke var proporsjonalt 
med formålet om å bekjempe kriminalitet. Han mente at han kunne få skyldspørsmålet av-
gjort i Storbritannia og sone eventuell dom også der. I motsatt fall ville utlevering til Aust-
ralia innebære at hans familieliv ble påvirket i en unødvendig negativ retning ved at hans 
familie (kone og to barn på 12 og 8 år, samt en syk mor), som var bosatt i Storbritannia, 
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ville miste kontakten med ham siden avstanden var stor og fordi en domfellelse i Australia 
med stor sannsynlighet ville innebære en livstidsdom. Domstolen kom frem til at inngrepet 
(her utsendelsen) var proporsjonalt i forhold til de formål staten ønsket å oppnå. Dommen 
gir uttrykk proporsjonalitetsprinsippet. Domstolen uttalte i avsnitt 29 følgende: 
«Although the long distance between the United Kingdom and Australia would mean the family 
would enjoy only limited contact if the applicant were extradited, convicted and sentenced to a term 
of imprisonment there, the Court cannot overlook the very serious charges he faces ... Given those 
charges, and the interest the United Kingdom has in honouring its obligations to Australia, the 
Court is satisfied that the applicant’s extradition cannot be said to be disproportionate to the legiti-
mate aim served ...».63 
Etter dette kan det slås fast at EMK art. 8(2) ikke innebærer et absolutt forbud mot dero-
gasjon i personvernet som oppstilles for den enkelte i EMK art. 8(1), men derimot at EMK 
art. 8(2) innebærer en krevende hinderløype som må passeres før derogasjonen legitimt kan 
iverksettes. 
 
2.2 Vurdering 
Som nevnt er kriminalitetsbekjempelse helt avgjørende i et demokratisk samfunn. Uten en 
effektiv politi- og påtalemyndighet ville samfunnet, slik vi kjenner det, bryte sammen. 
Kriminalitetsbekjempelse er viktig for at individene skal føle trygghet og stabilitet. Dersom 
politiet hindres i stor utstrekning i sin behandling av opplysninger, vil dette gå ut over kri-
minalitetsbekjempelsen og til syvende og sist gå ut over alle individer i samfunnet. Krimi-
naliteten og de kriminelle vil, dersom de tillates, undergrave demokratiet og dets styresett. 
Satt på spissen vil det være den sterkestes rett som vil regjere og ikke flertallets rett. Men 
på den annen side er det ikke ønskelig at politiet gis absolutte fullmakter til å foreta ukont-
rollert og ubegrenset behandling av personopplysninger. Det vil ikke være tiltalende å leve 
i et slikt samfunn. 
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Det er således behov for å finne en balanse mellom hensynet til kriminalitetsbekjempelse 
og hensynet til privatliv og personvern. I denne balansegangen bør derimot hensynet til 
kriminalitetsbekjempelse oftere vinne enn hensynet til privatliv og personvern, all den tid 
disse er lite verdt dersom kriminaliteten vanskeliggjør og ødelegger livet og hverdagen. 
Som et eksempel fra hverdagen nevnes overfallsvoldtekter som har blitt et økende problem 
i blant annet Oslo. Det er nå ikke uvanlig at kvinner rådes til å ikke gå hjem alene om kvel-
den og heller ta følge med venner og venninner. De rådes til å ta uniformerte drosjer og 
selv da helst ikke alene. I denne sammenheng bør politiets hjemler til å behandle person-
opplysninger vurderes. Dersom politiet gis hjemler til å behandle personopplysninger, vil 
de lettere kunne få oversikt og kartlegge, samt arrestere mennesker som begår denne type 
kriminelle handlinger. For eksempel kan tenkes at den kriminelle etterlater seg DNA-spor 
som kan knyttes opp mot flere handlinger og på denne måten kan politiet oppklare flere sa-
ker og ikke minst vil dette medføre strengere straff for den kriminelle, for eksempel forva-
ring. Selv om straffen i seg selv ikke nødvendigvis vil hjelpe til i rehabiliteringsarbeidet for 
den dømte, vil samfunnet i alle fall skjermes fra vedkommende i en lengre periode. For at 
politiet skal kunne utføre sine lovpålagte oppgaver og samfunnsfunksjoner er det helt av-
gjørende at de gis vidtgående hjemler for å behandle personopplysninger. 
Det er også blitt tatt til orde for at hvis inngrepet er tvingende/presserende for myndighete-
ne som følge av samfunnsmessige behov (noe kriminalitetsbekjempelse er), samtidig som 
inngrepet innebærer store ulemper for individene (noe behandling av personopplysninger 
ofte innebærer), kan ulempene kompenseres på ulike måter, blant annet gjennom rettighe-
ter. Det er en ekspropriasjonstankegang som ligger bak dette. Ved ekspropriasjon gjøres 
inngrepet mot erstatning for den som blir berørt. Lignende kan tenkes på personvernområ-
det når det er tvingende/presserende å bekjempe alvorlig kriminalitet.64 Politiregisterloven 
besørger rettigheter for de registrerte, blant annet rett til innsyn og rett til retting, sperring 
og sletting av opplysninger som er unødvendige eller som lider av feil eller mangler. For 
øvrig gis individene rettigheter indirekte gjennom de grunnleggende kravene om formåls-
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bestemthet, nødvendighet og relevans da disse kravene setter skranker for behandling av 
personopplysninger. Politiregisterloven gir dessuten den enkelte rett til å be Datatilsynet og 
EOS-utvalget foreta kontroll av om personopplysninger er behandlet i henhold til loven, se 
§§ 59 og 68 andre ledd. De samme organer har også en selvstendig plikt til å foreta kontroll 
uavhengig av begjæring, se §§ 58 og 68 første ledd. 
Gjennom NOU 2003: 21 påpekte utvalget at gjeldende rett ikke oppfylte kravene etter 
EMK art. 8 om klarhet og forutberegnelighet.65 Dette bidro til at departementet så behovet 
for å oppfylle disse kravene. I tillegg til dette, ble rammebeslutningen vedtatt i EU og det 
ble klart at det måtte vedtas nye rettsregler på området. Det gjenstår å se om Politiregister-
loven tilfredsstiller de innfortolkede kravene i EMK art. 8 om klarhet og forutberegnelig-
het. Oppgaven vil i den videre fremstilling forsøke å kaste lys over dette. 
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3 Utveksling av personopplysninger mellom statene og rammebeslutning-
ens påvirkning på nasjonal behandling av personopplysninger 
Rammebeslutningen gjelder i utgangspunktet bare for personopplysninger som blir utveks-
let eller tilgjengeliggjort på annen måte mellom statene, se rammebeslutningen art. 1(2), jf. 
avsnitt 7 i fortalen. Således gjelder rammebeslutningen i utgangspunktet ikke for nasjonal 
behandling av personopplysninger. Men nettopp dette var et krevende tema under forhand-
lingene om rammebeslutningen. Enkelte stater mente at rammebeslutningen også burde få 
anvendelse på nasjonal behandling av personopplysninger, mens andre mente at rammebe-
slutningen bare skulle få anvendelse på personopplysninger som ble utvekslet eller på an-
nen måte ble gjort tilgjengelig mellom statene.66 Men etter flere års forhandlinger klarte 
statene å bli enige om en slags mellomløsning som går ut på at rammebeslutningen i ut-
gangspunktet bare skal gjelde for personopplysninger som blir utvekslet eller på annen 
måte blir gjort tilgjengelig mellom statene. Derimot skal grunnleggende personvernprinsip-
per nedfelt i rammebeslutningen også gjelde for den nasjonale behandling av personopp-
lysninger.67 For å sikre dette, ble statene enig om å vedta rammebeslutningen art. 27, som 
er en evalueringsbestemmelse. Art. 27(1) oppstiller frist til 27. november 2013 for statene 
til å avlegge rapport til Kommisjonen om de nasjonale tiltak som er truffet for å sikre at 
prinsippene og reglene i rammebeslutningen blir etterlevd fullt ut. Kommisjonen er gitt 
mandat til å vurdere hvilke konsekvenser disse tiltakene eller mangel av tiltak eventuelt 
skal ha for rammebeslutningens virkeområde. Med andre ord, dersom statene ikke fullt ut 
etterlever de prinsipper og regler som er vedtatt i rammebeslutningen, vil Kommisjonen 
kunne foreslå endringer av rammebeslutningens virkeområde, og på denne måten frem-
tvinge tiltak hos stater som ikke har etterlevd prinsippene og reglene, se art. 27(2). Det er i 
så fall Rådet som fatter vedtak om endringer på bakgrunn av Kommisjonens forslag. 
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Således for å sikre samstemthet mellom statenes nasjonale lovgivning og kravene i ramme-
beslutningen, har statene i fortalens avsnitt 8 første punktum gitt uttrykk for sin enighet om 
å sikre at nasjonal behandling av personopplysninger skal skje i samsvar med de prinsipper 
og hensyn som er lagt til grunn og vedtatt i rammebeslutningen. Selv om fortalen ikke er 
rettslig bindende for statene, setter den en minimumsstandard for hvordan personopplys-
ninger bør behandles på nasjonalt plan. Skulle statene velge å implementere rettsregler som 
gir høyere personvern enn det som er besluttet i rammebeslutningen, er det ingen ting i vei-
en for dette, se art. 1(5), jf. fortalens avsnitt 8 andre punktum. Derimot, dersom statene ikke 
skulle klare å vedta nasjonale rettsregler som gir et minimumsvern, vil dette kunne føre til 
at rammebeslutningens virkeområde endres til også å omfatte nasjonal behandling av per-
sonopplysninger, se det foran omtalte om evalueringsbestemmelsen art. 27. Altså fremstår 
art. 27 som et «ris bak speilet» og en garanti for at alle stater gjennomfører og oppfyller 
prinsippene og reglene som er lagt til grunn og vedtatt i rammebeslutningen. 
Om det er et klokt valg man har tatt med tanke på å la statene sørge for å sikre at de mini-
mumsstandarder som er vedtatt i rammebeslutningen også skal gjennomføres for den na-
sjonale behandling av personopplysninger, vil tiden vise. Det fremstår derimot som tung-
vint å la hver stat gjennomføre egne tiltak i stedet for å bli enige om å gjennomføre 
tilsvarende tiltak i alle stater. Det ville i alle fall fremme kravene om klarhet og forutbereg-
nelighet som er innfortolket i EMK art. 8, dersom statene hadde blitt enige om en felles 
minstestandard for nasjonal behandling av personopplysninger. På den annen side er det 
nettopp dette som er blitt gjort på en indirekte måte, da alle stater bør være inneforstått med 
konsekvensen av å ikke oppfylle kravene i rammebeslutningen, herunder å sørge for at na-
sjonal behandling av personopplysninger følger personvernprinsippene nedfelt i rammebe-
slutningen. Lovgivning er en nøysom prosess som krever store ressurser og som ofte tar 
svært lang tid. Det er heller tvilsomt at noen stater kommer til å ta sjansen, for deretter å bli 
nødt til å foreta nye lovendringer og gjennomgå en ny krevende prosess for å gjennomføre 
eventuelle endringer som Rådet etter 2013 vedtar på bakgrunn av Kommisjonens evalue-
ring. 
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Politiregisterloven gjelder også for personopplysninger som blir utvekslet eller på annen 
måte blir tilgjengeliggjort mellom statene. Dette fremgår derimot ikke uttrykkelig av § 3 
som regulerer lovens virkeområde, men fremgår indirekte gjennom formuleringen «… be-
handling av opplysninger ...». Formuleringen må nemlig leses i lys § 2 nr. 2 hvor begrepet 
«behandling av opplysninger» blir definert. I definisjonen heter det blant annet at, «… videre-
formidling ved overføring, spredning eller andre former for tilgjengeliggjøring ...», omfattes. Når 
det foreligger en så klar definisjon som også omfatter overføring eller annen tilgjengelig-
gjøring, kan det også argumenteres for at lovgiver har lovregulert dette uttrykkelig.68 
                                                 
68 Peters (2010). 
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4 Gjennomfører Politiregisterloven, forpliktelsene den norske stat har på-
tatt seg gjennom rammebeslutningen? 
4.1 Formål 
4.1.1 Redegjørelse 
Formålet med rammebeslutningen er angitt i art. 1(1) og (2). I (1) heter det at formålet er å 
«… sikre et høyt beskyttelsesnivå av fysiske personers grunnleggende rettigheter og friheter, særlig 
deres rett til privatlivets fred, ved behandling av personopplysninger innenfor rammen av politi-
samarbeid og rettslig samarbeid i straffesaker ...». Det er særlig når personopplysninger overfø-
res eller stilles til rådighet på annen måte mellom statene i den hensikt å forebygge, etter-
forske, avdekke eller rettsforfølge straffbare handlinger eller fullbyrde strafferettslige 
sanksjoner, at statene skal sikre et høyt beskyttelsesnivå av fysiske personers grunnleggen-
de rettigheter og friheter. 
Formålet med Politiregisterloven er angitt i § 1 til «… å bidra til effektiv løsning av politiets og 
påtalemyndighetens oppgaver, beskyttelse av personvernet og forutberegnelighet for den enkelte 
ved behandling av opplysninger.». 
 
4.1.2 Vurdering 
Selv om bestemmelsene er formulert noe annerledes, betyr ikke dette at formuleringen i 
Politiregisterloven ikke er dekkende. Rammebeslutningen bruker formuleringen «… fysiske 
personers grunnleggende rettigheter og friheter, særlig deres rett til privatlivets fred ...», mens Po-
litiregisterloven bruker formuleringen «… beskyttelse av personvernet …». Spørsmålet er hva 
som ligger i begrepet «personvernet». 
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Det finnes mange forsøk på definisjon av begrepet «personvern», og det finnes ikke noen 
enhetlig definisjon som alle slutter opp om. Grunnen er blant annet at begrepet er noe abst-
rakt. Men de fleste vil være enig i at begrepet «personvern» omfatter vern av privatlivet og 
kontroll av informasjonsflyten om egen person. De fleste definisjoner går ut på nettopp det-
te. Det er særlig ved bruk av moderne informasjons- og kommunikasjonsteknologi at indi-
videne har behov for personvern. En kjent definisjon som brukes i IKT-bransjen (informa-
sjons- og kommunikasjonsteknologi) er Alan Westins definisjon av begrepet «privacy», se 
oppgavens punkt 2.1. 
Ordet «privacy»69 oversettes normalt til «privatliv» på norsk og det er da forsvarlig å legge 
til grunn at begrepet «personvernet» omfatter formuleringen «… fysiske personers grunnleg-
gende rettigheter og friheter, særlig deres rett til privatlivets fred ...». Således legges det til grunn 
at formuleringen, «… beskyttelse av personvernet og forutberegnelighet for den enkelte ved be-
handling av opplysninger.», dekker formålet i rammebeslutningen. 
Rammebeslutningen har til formål å regulere og beskytte individene når personopplysning-
er om dem blir utvekslet mellom statene. Selv om dette ikke er uttrykkelig uttalt i Politire-
gisterloven § 1, omfattes utlevering, se definisjonen av begrepet «behandling av opplysning-
er» i rammebeslutningen art. 2(b), jf. Politiregisterloven § 2 nr. 2. Selve vernet skjer ved at 
individene gis nærmere rettigheter, blant annet rett til innsyn, retting, sperring og sletting. 
For øvrig gis de vern ved at det stilles grunnleggende krav til behandling av personopplys-
ninger, blant annet krav til nødvendighet og relevans. Nærmere om dette senere i oppga-
ven. 
Således er formålsbestemmelsene i Politiregisterloven og rammebeslutningen nesten sam-
menfallende. Men personvernformålet i rammebeslutningen er derimot mer spesifikk og 
nevner uttrykkelig at fysiske personer skal sikres et «høyt beskyttelsesnivå» med tanke på de-
res grunnleggende rettigheter og friheter. Lovgiver bør vurdere endring av ordlyden i § 1 
slik at formålsbestemmelsen uttrykkelig nevner at formålet er å sikre et «høyt beskyttelsesni-
                                                 
69 Kunnskapsforlaget (2002) s. 847 og Cappelens (1988) s. 871. 
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vå» for den enkelte. Dette kan i praksis være avgjørende da lovens øvrige bestemmelser 
ofte tolkes i lys av formålsbestemmelsen i tvilstilfeller. Etter endringen vil det være klart at 
Politiregisterlovens bestemmelser skal tolkes slik at de gir den enkelte et høyt beskyttelses-
nivå ved behandling av opplysninger i forbindelse med politiets oppgaver i straffesaker. 
Dette vil bidra til å øke forutberegneligheten og styrke personvernet for den enkelte, som er 
det overordnede formål med Politiregisterloven og rammebeslutningen. 
For øvrig har Politiregisterloven også til formål å fremme kriminalitetsbekjempelse ved å 
sørge for effektiv løsning av politiets oppgaver. Å gi politiet uttrykkelige hjemler for å be-
handle opplysninger, samt at de raskt og effektivt kan få tilgang til opplysningene når de 
har behov for dem, bidrar nettopp til dette. Selve vedtakelsen av loven innebærer dessuten 
at politiets IKT-systemer må moderniseres og til en viss grad skiftes ut. Flere av dagens 
IKT-systemer er fra 1980-tallet og har begrensninger i forhold til moderne teknologi. Såle-
des kan man si at nye lovhjemler og nye IKT-systemer utgjør lenge etterlengtede fornyelser 
av politiets arbeidsverktøy.70 
 
4.2 Virkeområde 
4.2.1 Rammebeslutningens virkeområde 
Rammebeslutningens virkeområde er regulert i art. 1(2), (3) og (4). Det bemerkes at ram-
mebeslutningen i utgangspunktet bare gjelder for personopplysninger som overføres eller 
på annen måte blir tilgjengeliggjort mellom statene for å forebygge, etterforske, avdekke 
eller rettsforfølge straffbare handlinger eller fullbyrde strafferettslige sanksjoner. Således 
gjelder den i utgangspunktet ikke for nasjonal behandling av personopplysninger. Dette er 
nærmere behandlet under punkt 3 i oppgaven. Om behandlingen av personopplysninger ut-
føres helt eller delvis elektronisk, eller om behandlingen utføres manuelt, har ingen betyd-
ning så lenge personopplysningene inngår eller skal inngå i et register. 
                                                 
70 Ot.prp. nr. 108 (2008-2009) s. 288, punkt 20.2. 
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I rammebeslutningen er et register definert som «enhver strukturert samling av personopplys-
ninger som er tilgjengelig etter særlige kriterier, enten samlingen er plassert sentralt, er desentrali-
sert eller spredt på grunnlag av funksjonelle eller geografiske forhold», se art. 2(d). Politiregister-
lovens definisjon av et «register», som er å finne i § 2 nr. 3, lyder som følger: «register: en 
samling av opplysninger som er lagret systematisk på en slik måte at opplysninger om den enkelte 
kan finnes igjen». Definisjonen er i samsvar med rammebeslutningens definisjon selv om 
ordlyden er noe annerledes. I loven brukes formuleringen «lagret systematisk», som innebæ-
rer at samlingen må være «strukturert». Lovens definisjon omfatter også de samlinger som 
av ulike årsaker er desentralisert og spredt, da det avgjørende for å være et register er om 
opplysningene er lagret systematisk slik at man kan finne tilbake til dem, uavhengig av om 
samlingen er desentralisert eller spredt, se også Høyesteretts definisjon av et register.71 Til-
svarende definisjon av et register finner vi i Personopplysningsloven § 3. 
Rammebeslutningen har ingen bestemmelse som positivt avgrenser dens virkeområde til 
fysiske personer. Derimot er dette underforstått og følger av ordlyden i art. 1, samt ramme-
beslutningens øvrige bestemmelser ved at formuleringene «fysiske personers» og «person-
opplysninger» benyttes konsekvent. Altså omfattes for eksempel ikke opplysninger om døde 
personer, juridiske personer og gjenstander. 
For øvrig er vesentlige nasjonale sikkerhetsinteresser og særskilte etterretningsvirksomhe-
ter ekskludert fra virkeområdet i henhold til rammebeslutningen art. 1(4). Rammebeslut-
ningen får således ikke anvendelse på nasjonale etterretningstjenester som for eksempel 
PST i Norge. 
Videre omfattes ikke politiets sivil- og annen forvaltningsvirksomhet av virkeområdet da 
formålet med rammebeslutningen er å sikre fellesregler for politisamarbeid og rettslig 
samarbeid i straffesaker, se art. 1(1). Et eksempel på politiets forvaltningsvirksomhet er for 
eksempel utstedelse av pass eller annen bevilling. Politiets sivil- og annen forvaltningsvirk-
                                                 
71 Rt. 1991 s. 616 (Videoovervåkning) s. 621. 
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somhet omfattes derimot av Personverndirektivet som er gjennomført i Perso-
nopplysningsloven72. Nærmere om dette under oppgavens punkt 4.2.4. 
 
4.2.2 Politiregisterlovens virkeområde 
Politiregisterlovens virkeområde er regulert i § 3. Etter første ledd gjelder loven for politi-
ets behandling av opplysninger. Men opplysninger som behandles etter Lov om Schengen 
informasjonssystem 16. juli 1999 nr. 66 (SIS-loven) eller som er del av politiets sivil- og 
forvaltningsvirksomhet omfattes ikke. Opplysninger som behandles i forbindelse med poli-
tiets sivil- og forvaltningsvirksomhet reguleres som allerede nevnt av Perso-
nopplysningsloven. 
Opplysninger som behandles i forbindelse med forvaltningsvirksomhet i PST omfattes der-
imot, se § 3 andre ledd. Særskilte regler gjelder for øvrig for PST sin behandling av opp-
lysninger, se Politiregisterloven kap.11. Grunnen til at PSTs behandling av opplysninger i 
forbindelse med forvaltningsvirksomhet reguleres i Politiregisterloven er at denne ikke er 
regulert i Personopplysningsloven, da etterretningstjenester er unntatt fra Personverndirek-
tivets virkeområde, se Personverndirektivets fortale avsnitt 13, jf. art. 3(2) og alternativet 
«… under ingen omstændigheter for behandling, der vedrører den offentlige sikkerhed, forsvar, sta-
tens sikkerhed …». Det bemerkes at all virksomhet PST bedriver, herunder forvaltningsvirk-
somhet, angår offentlig sikkerhet og statens sikkerhet. For eksempel er sikkerhetsklarering 
en del av PST sin forvaltningsvirksomhet, men angår klart nok offentlig sikkerhet og sta-
tens sikkerhet. 
I § 3 tredje ledd heter det at Politiregisterloven gjelder elektronisk og manuell behandling 
av opplysninger, forutsatt at opplysningene inngår eller skal inngå i et register. Definisjon 
av et register finner vi i § 2 nr. 3 og er som nevnt sammenfallende med definisjonen i ram-
mebeslutningen art. 2(d) og definisjonen i Personopplysningslovens § 3. 
                                                 
72 NOU 2003: 21 s. 138, første spalte. 
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Politiregisterloven bruker formuleringen «opplysninger», mens rammebeslutningen bruker 
formuleringen «personopplysninger». Dette fordi Politiregisterloven også kommer til anven-
delse på opplysninger om gjenstander, juridiske personer og døde personer, jf. henholdsvis 
§ 3 fjerde ledd og § 2 nr. 6, se Ot.prp. nr. 108 (2008-2009) s.13, første spalte. Det er riktig-
nok foretatt en legaldefinisjon av begrepet «personopplysning» i § 2 nr. 1, men dette er som 
følge av at Politiregisterloven operer med to begreper, nemlig «personopplysninger» og 
«opplysninger». Begrepet «opplysninger» benyttes som et samlebegrep på opplysninger om 
personer, gjenstander og juridiske personer. Departementet så det som mer hensiktsmessig 
å ha et samlet regelverk for all behandling av opplysninger i politiet i stedet for å la opp-
lysninger om gjenstander og juridiske personer være ulovregulert, eller bli regulert av andre 
lovbestemmelser.73 
I forhold til gjenstander, kommer derimot ikke alle bestemmelsene i Politiregisterloven til 
anvendelse. Bakgrunnen for dette er at departementet mente at når det gjelder opplysninger 
om gjenstander må hensynet til kriminalitetsbekjempelse gå foran hensynet til personvern 
da slike opplysninger ikke behøver å nyte samme beskyttelse som personopplysninger.74 
Som følge av dette er det kun lovens kap.4 om informasjonssikkerhet og internkontroll, 
samt kap.6 om taushetsplikt som kommer til anvendelse på opplysninger om gjenstander, i 
den grad opplysningene omfattes av lovens § 23 som regulerer omfanget av taushetsplik-
ten.75 Således setter ikke de grunnleggende kravene til behandling av personopplysninger 
noen skranke for politiets behandling av opplysninger om gjenstander, da disse er å finne i 
lovens kap.2. 
At opplysninger om døde personer også reguleres av loven, er som følge av at også avdøde, 
samt etterlatte, har behov for personvern. For eksempel av hensyn til avdødes ettermæle. 
For øvrig er det av hensyn til et samlet regelverk for politiets behandling av opplysninger. 
                                                 
73 Ot.prp. nr. 108 (2008-2009) s. 69, andre spalte. 
74 Ot.prp. nr. 108 (2008-2009) s. 69, første spalte. 
75 Ot.prp. nr. 108 (2008-2009) s. 69, andre spalte, nederst. 
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Også juridiske personer kan ha et behov for vern, selv om behovet ikke er like trengende 
som for fysiske personer. For eksempel kan det tenkes at virksomhetens omdømme er av-
gjørende for ansatte og andre fysiske personer med tilknytning til virksomheten. Av den 
grunn bør politiet utvise forsiktighet ved behandling av opplysninger om juridiske perso-
ner, for eksempel ved utlevering av opplysninger. Også utvalget har hatt dette syn.76 
                                                 
76 NOU 2003: 21 s. 31, punkt 1.7, første og andre spalte. 
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4.2.3 I den enkelte straffesak 
Som nevnt, gjelder Politiregisterloven politiets behandling av opplysninger. Men i lovens 
§ 5 nr. 1, § 49 første ledd og § 64 andre ledd er det presisert at politiet, herunder PST, i den 
enkelte straffesak skal følge reglene i Straffeprosessloven. Hva som anses som en «straffe-
sak» er definert i lovens § 2 nr. 11 til en «sak som behandles etter straffeprosessloven». 
Denne lovteknikken kan virke forvirrende og fortjener nærmere omtale. For å forstå den 
må man huske at Straffeprosessloven først og fremst inneholder nettopp prosessregler i 
forbindelse med den enkelte straffesak og at Politiregisterloven inneholder de materielle 
regler for politiets behandling av personopplysninger. Som en sammenligning må saksbe-
handlerne i NAV forholde seg til Forvaltningslovens regler hva gjelder saksbehandlings-
regler, men de må følge de materielle reglene i Folketrygdloven77 hva gjelder det enkelte 
vedtaks innhold.78 
Bakgrunnen for denne lovteknikken er at departementet ikke ønsket å endre gjeldende rett 
med tanke på prosessreglene i den enkelte straffesak (for eksempel når en etterforskning 
skal eller kan iverksettes), men derimot å øke personvernet for den enkelte når politiet, her-
under PST, behandler personopplysninger. Dette var også et tema under forhandlingene om 
rammebeslutningen.79 For øvrig ga utvalget i NOU 2003: 21 uttrykk for at Straffepro-
sessloven måtte anses som lex specialis i forhold til Politiregisterloven og at politiets be-
handling av personopplysninger i den enkelte straffesak derfor måtte følge reglene i spe-
sialloven. Dette sier departementet seg «… i utgangspunktet enig i … men at straffesaker 
fortsatt skal reguleres av straffeprosessloven innebærer ikke nødvendigvis at straffesaksbehandling 
helt eller delvis må unntas fra politiregisterlovens virkeområde».80 
                                                 
77 Lov om folketrygd (Folketrygdloven) 28. februar 1997 nr. 19. 
78 Peters (2010). 
79 Ot.prp. nr. 108 (2008-2009) s. 72, første spalte, første avsnitt, siste punktum. 
80 Ot.prp. nr. 108 (2008-2009) s. 72, første spalte, første avsnitt. 
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Det er viktig å merke seg at da NOU 2003: 21 ble utformet, forelå ikke rammebeslutning-
en. Således mente utvalget at politiets behandling av personopplysninger i den enkelte 
straffesak i sin helhet skulle følge reglene i Straffeprosessloven. Når man tar dette i be-
traktning, forstår man bedre departementets uttalelse om at det ikke er nødvendig å unnta 
straffesaksbehandling helt fra Politiregisterlovens virkeområde. Samtidig ser man fra utta-
lelsen som er sitert, at departementet sier seg enig med utvalgets vurdering av at Straffepro-
sessloven skal anses som lex specialis. 
Denne lovteknikken vil for eksempel innebære at reglene om innsyn i Straffeprosessloven 
skal gå foran Politiregisterloven, men at der Straffeprosessloven er taus, skal reglene i Poli-
tiregisterloven komme til anvendelse. Det bemerkes for ordens skyld at Straffeprosesslo-
ven, slik den er utformet pr. i dag, ikke har egne materielle regler om retting, sperring og 
sletting av opplysninger som er beheftet med feil eller mangler, eller om tilsynsordning og 
utlevering. 
At Straffeprosessloven skal anses som lex specialis i forhold til Politiregisterloven er i ut-
gangspunktet ikke problematisk. Det som derimot er problematisk er at spesialloven ikke 
har tilsvarende materielle rettsregler som Politiregisterloven. Da Straffeprosessloven i sin 
tid ble vedtatt, hadde lovgiver ikke tilsvarende fokus på personvern som i dag, men derimot 
fokus på strafferettspleien og effektivitet i rettsapparatet. Men på den annen side inneholder 
Straffeprosessloven først og fremst prosessregler og behøver strengt tatt ikke å inneholde 
materielle regler om personvern. Men noen materielle regler finner man også i denne. For 
eksempel er reglene om innsynsrett videre i Straffeprosessloven § 242 enn i Politiregister-
loven § 49 ved at den registrerte (det vil si den mistenkte, fornærmede eller etterlatte) kan 
begjære innsyn i straffesaksdokumentene. Det gjelder ingen begrensning om at det bare gis 
innsyn i opplysninger om «seg selv» slik som i Politiregisterloven § 49 andre ledd. På den 
annen side er innsynsretten i Straffeprosessloven § 242 snevrere ved at det den bare gjelder 
straffesaksdokumenter og ikke alle opplysninger i straffesaken generelt, for eksempel opp-
lysninger som ikke fremgår av straffesaksdokumentene, men av notater, kommunikasjons-
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kontroll og lignende som ikke er gjort til straffesaksdokumenter enda.81 Det kan for øvrig 
også argumenteres at det innebærer svekket personvern at det gis innsyn i opplysninger om 
andre enn «seg selv» etter Straffeprosessloven. Men som departementet uttaler i forarbeide-
ne, er det ikke oppstilt et krav om at de samme personvernprinsipper og regler skal gjelde 
på alle stadier av politiets arbeid.82 Tanken med rammebeslutningen er å sørge for at state-
ne vedtar minimumsregler om personvern og grunnleggende rettigheter og friheter, og ikke 
å sørge for at de samme personvernprinsipper og regler skal gjøres gjeldende på alle stadier 
av politiets behandling av personopplysninger. Således er det ikke noe i veien for at reglene 
om innsyn er snevrere i den enkelte straffesak enn ellers. 
Sitat - departementets uttalelse: 
«... Som nevnt tidligere kommer rammebeslutningen til anvendelse på alle trinn i det kriminalitets-
bekjempende arbeid, helt fra forebygging til fullbyrdelse av strafferettslige reaksjoner, jf artikkel 1 
nr. 2. Formålet med rammebeslutningen er å sikre at medlemslandenes behandling av opplysninger 
i de ulike fasene tilfredsstiller visse minstekrav hva gjelder personvern og grunnleggende rettigheter 
og friheter. Den gir imidlertid ikke anvisning på hvor disse reglene skal være plassert og den gir 
heller ikke anvisning på at det må gjelde de samme reglene for de ulike stadiene innenfor politiets 
kriminalitetsbekjempende virksomhet. Den problemstillingen som utvalget omtaler ble således også 
diskutert under forhandlingene i Brüssel, og det var enighet om at rammebeslutningen ikke skulle 
medføre materiellrettslige endringer i den nasjonale straffeprosesslovgivningen så lenge denne opp-
fyller minstekravene.».83 
                                                 
81 Peters (2010). 
82 Ot.prp. nr. 108 (2008-2009) s. 72, første spalte, første avsnitt. 
83 Ot.prp. nr. 108 (2008-2009) s. 72, første spalte, første avsnitt. 
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4.2.4 Vurdering av virkeområde og forslag til endringer 
Politiregisterlovens virkeområde er som følger: 
1. Politiet, herunder PST, skal i den enkelte straffesak følge reglene i Straffeprosesslo-
ven hvis ikke den er taus eller annet er bestemt. Dette fordi den anses som lex spe-
cialis i forhold til Politiregisterloven. I Straffeprosessloven reguleres blant annet når 
det er adgang til å iverksette etterforskning, hva som er formålet med etterforsk-
ningen og innsynsrett i straffesaksdokumentene, se strpl. §§ 224, 226, 28, 242, 
242a, 264 og 267. Derimot inneholder Straffeprosessloven ikke tilsvarende regler 
som Politiregisterloven vedrørende retting, sperring og sletting av opplysninger som 
er beheftet med feil eller mangler. 
 
2. Når politiet, herunder PST, behandler opplysninger i forbindelse med «politimessige 
formål» skal reglene i Politiregisterloven følges. Begrepet «politimessige formål» er 
definert i lovens § 2 nr. 13 bokstav a og b til «politiets kriminalitetsbekjempende virk-
somhet, herunder etterforskning, forebyggende arbeid og ordenstjeneste, og politiets ser-
vice- og bistandsfunksjon samt føring av vaktjournaler». Det bemerkes at denne legalde-
finisjonen kun gjelder innenfor Politiregisterloven og at begrepet ikke nødvendigvis 
vil innebære det samme i andre sammenhenger.84 
 
3. Når politiet skal behandle personopplysninger i forbindelse med forvaltningsvirk-
somhet og sivile gjøremål skal Personopplysningsloven følges. PST skal derimot 
følge reglene i Politiregisterloven også når det gjelder forvaltningsvirksomhet. Ek-
sempel på PST sin forvaltningsvirksomhet er utlendingskontroll og sikkerhetskla-
ring. Eksempel på politiets forvaltningsvirksomhet er utstedelse av pass eller utste-
                                                 
84 Ot.prp. nr. 108 (2008-2009) s. 64, første spalte. 
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delse av våpentillatelse – altså saker etter Passloven85 og Våpenloven86. Det bemer-
kes for øvrig at for PST består det meste av «politimessige formål» av forebyggende 
arbeid. Det bemerkes også at Personopplysningsloven, som i utgangspunktet gjelder 
all behandling av personopplysninger, i § 23 første ledd bokstav a og b gjør unntak 
fra retten til innsyn ved behandling av personopplysninger både generelt i straffesa-
ker og i saker om rikets sikkerhet, landets forsvar og om forholdet til fremmede 
makter eller internasjonale organisasjoner. Således er det reglene i Politiregisterlo-
ven, eller Straffeprosessloven som skal følges. 
 
4. Politiet, herunder PST, skal følge Politiregisterloven når det gjelder å overføre eller 
på annen måte tilgjengeliggjøre personopplysninger fra og til andre stater. 
 
5. Politiet, herunder PST, skal følge Politiregisterloven når det gjelder taushetsplikt i 
og utenfor den enkelte straffesak og ellers i sin virksomhet. 
 
Slik Politiregisterloven er gitt anvendelse og med det for øye at forskjellige lover skal 
komme til anvendelse ved utførelse av forskjellige arbeidsoppgaver innen politiet, og det 
faktum at Straffeprosessloven skal anses som lex specialis i forhold til Politiregisterloven, 
fremstår ikke dette som å gi regler som oppfyller kravene om klarhet og forutberegnelighet 
innfortolket i EMK art. 8. 
Det ideelle hadde vært å gi regler som innebar at politiet, herunder PST, skulle følge Straf-
feprosesslovens regler når den behandlet opplysninger i den enkelte straffesak og samtidig 
vedta endringer i Straffeprosessloven slik at den fikk nye materielle regler om innsyn, ret-
ting, sperring og sletting av opplysninger som er beheftet med feil eller mangler, samt til-
synsordning i forbindelse med den enkelte straffesak. Utlevering av opplysninger burde i 
                                                 
85 Lov om pass (Passloven) 19. juni 1997 nr. 82. 
86 Lov om skytevåpen og ammunisjon m.v. (Våpenloven) 9. juni 1961 nr. 1. 
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sin helhet (i og utenfor den enkelte straffesak) reguleres av Politiregisterloven slik det er 
vedtatt. Når det så gjelder politiets, herunder PSTs øvrige virksomhet (det vil si politimes-
sige formål, samt sivil- og forvaltningsvirksomhet), hadde det ideelle vært å vedta at regle-
ne i Politiregisterloven skulle følges og samtidig endret Personopplysningsloven slik at den 
bare gjaldt for private aktører, samt offentlige myndigheter utenom politiet. 
Disse endringene hadde vært svært omfattende da man hadde måttet foreta endringer i flere 
lover. Men det hadde helt klart vært en fordel da man på denne måten hadde kunnet forenk-
le ordlyd og lovteknikk, samt forbedret og forenklet gjeldende rett. Disse endringene hadde 
helt klart bidratt til at rettsreglene hadde vært mye mer brukervennlig både for den enkelte 
tjenestemann i politiet, samt for publikum. Endringene ville ha bidratt til å oppfylle kravene 
om klarhet og forutberegnelighet, som er innfortolket i EMK art. 8, på en bedre måte. 
Men det ovenfor skisserte er det ikke anledning til å gjøre som følge av de skranker som 
Personverndirektivet setter. I henhold til direktivets art. 3(2) gjelder det ikke på behandling 
av personopplysninger som omfattes av avsnitt V og VI i traktaten om Den europeiske uni-
on. Disse avsnittene gjelder bestemmelser om felles utenriks- og sikkerhetspolitikk (V) og 
bestemmelser om samarbeid innenfor justis- og innenrikssaker (VI). Dessuten er det i 
samme artikkel bestemt at direktivet heller ikke gjelder for behandling av personopplys-
ninger vedrørende offentlig sikkerhet, forsvar, statens sikkerhet, samt statens aktiviteter på 
det strafferettslige område. Dette innebærer altså at politiets behandling av personopplys-
ninger i straffesaker ikke omfattes av Personverndirektivet. Derimot følger det av direkti-
vets art. 1(1), jf. art. 2(d) og (e) og art. 3(2), samt direktivets fortale avsnitt 13 og 21 lest i 
sammenheng at den omfatter politiets behandling av personopplysninger i forbindelse med 
forvaltningsvirksomhet og sivile gjøremål. Således står ikke lovgiver fritt til å unnta politi-
ets behandling av personopplysninger i forbindelse med forvaltningsvirksomhet og sivile 
gjøremål fra Personopplysningsloven, for så å regulere dette i Politiregisterloven. Den 
eneste måten å gjøre dette på ville i så fall være at samtlige prinsipper fra Personverndirek-
tivet måtte gjennomføres også i Politiregisterloven for politiets behandling av personopp-
lysninger i forbindelse med forvaltningsvirksomhet og sivile gjøremål og samtidig måtte 
det gjøres unntak fra de samme prinsipper i forbindelse med politiets behandling av per-
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sonopplysninger i forbindelse med straffesaker, for så å regulere behandling av personopp-
lysninger til dette formål i henhold til prinsippene og reglene i rammebeslutningen. Dette 
ville være en meget tungvint prosess, samt innebære dobbeltlovgivning og ville sannsyn-
ligvis medføre ikke-ubetydelig uklarhet med tanke på ordlyden i Politiregisterloven. 
Skulle man forsøke seg på en tolkning av Personverndirektivet slik at behandling av per-
sonopplysninger ikke blir omfattet av direktivet så lenge det er politiet som foretar behand-
lingen og ikke andre offentlige myndigheter, ville denne tolkningen åpne for muligheten til 
vesentlige omgåelser av direktivet ved at statene kunne legge forskjellige oppgaver som 
normalt hører under andre offentlige myndigheter, til politiet og på denne måten omgå di-
rektivets krav til personvern.87 En slik tolkning ville være i strid med direktivets formål og 
intensjon. 
At Politiregisterloven, slik den er vedtatt, kan være vanskelig å anvende fremkommer av 
Kripos sitt syn og spørsmål til departementet.88 Kripos fremhever at grensedragningen mel-
lom politiets forskjellige arbeidsoppgaver kan by på utfordringer og at det dermed kan være 
vanskelig å avgjøre om det er Politiregisterloven eller Personopplysningsloven som skal 
gjelde. Når Kripos ser denne vanskelige grensedragningen, kan det tenkes å være vanskelig 
for den enkelte borger å vite hvilken lov politiet skal følge til enhver tid. Politiregisterloven 
og Personopplysningsloven er to viktige lover som bør være så klare og brukervennlige at 
enhver kan benytte seg av dem uten å bli nødt til å bruke svært lang tid på å sette seg inn i 
dem og uten å bli nødt til å oppsøke juridisk bistand. En forutsetning for at økt personvern 
skal ha noen reell effekt og gi et reelt vern, er nettopp at den enkelte må være i stand til å 
kunne benytte seg av og påberope seg sine rettigheter. Dersom gjeldende rett blir så komp-
lisert at den jevne borger ikke klarer å avgjøre sine egne rettigheter, vil formålet med å ved-
ta nye og bedre personvernregler falle på sin egen urimelighet. 
Men som nevnt setter Personverndirektivet, som er gjennomført i Personopplysningsloven, 
skranker for de foran skisserte endringer. Etter direktivets art. 3(2) er det bare politiets be-
                                                 
87 Peters (2010). 
88 Ot.prp. nr. 108 (2008-2009) s. 73, første og andre spalte. 
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handling av personopplysninger i forbindelse med straffesaker som er unntatt og ikke an-
nen behandling av personopplysninger, for eksempel forvaltningsvirksomhet. 
Derimot, for å fremme kravene om klarhet og forutberegnelighet som er innfortolket i 
EMK art. 8, bør lovgiver vurdere å foreta endringer av Politiregisterloven § 3 slik at det ut-
trykkelig presiseres at Straffeprosessloven kommer til anvendelse for politiets behandling 
av opplysninger i den enkelte straffesak og at Politiregisterloven kommer til anvendelse der 
Straffeprosessloven er taus. 
 
4.2.5 Oppsummering av virkeområde 
Etter dette kan vi se at rammebeslutningen og Politiregisterloven er delvis sammenfallende 
hva gjelder virkeområdet, men at det er viktige forskjeller mellom dem. 
De viktigste forskjellene er: 
1. At rammebeslutningen også gjelder personopplysninger som blir overført mellom 
statene i forbindelse med den enkelte straffesak, mens det i Politiregisterloven er fo-
retatt presisering om at Straffeprosessloven skal komme til anvendelse som lex spe-
cialis på nasjonal behandling av opplysninger i den enkelte straffesak. Der Straf-
feprosessloven er taus, vil Politiregisterloven supplere den. For eksempel vil 
Politiregisterloven supplere Straffeprosessloven dersom det blir aktuelt å overføre 
personopplysninger til andre stater i den enkelte straffesak. 
 
2. At rammebeslutningen bruker formuleringen «personopplysninger», mens loven bru-
ker formuleringen «opplysninger». Dette fordi Politiregisterloven også gjelder for 
opplysninger om gjenstander og juridiske personer, i tillegg til opplysninger om fy-
siske personer (døde og levende). 
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3. At rammebeslutningen ekskluderer etterretningstjenester og lignende, mens Politi-
registerloven inkluderer opplysninger som behandles av slike myndigheter – i Nor-
ge vil dette omfatte PST sitt arbeid. 
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4.3 Grunnleggende krav til behandling av opplysninger 
Behandling av personopplysninger, er et inngrep i borgernes personlige rettigheter og frihe-
ter, og krever i utgangspunktet hjemmel i lov eller samtykke fra den registrerte, se Person-
verndirektivet art. 2(h) og avsnitt 30 i fortalen, jf. Personopplysningsloven § 8, se ramme-
beslutningen art. 2(g), jf. Politiregisterloven § 2 nr. 7, jf. EMK art. 8, jf. legalitetsprinsippet 
etter norsk rett. 
Politiets behandling av opplysninger skiller seg fra hvordan andre offentlige myndigheter 
behandler opplysninger. Blant annet behandler de ofte opplysninger uten den registrertes 
samtykke og kunnskap, og ofte dreier det seg om sensitive opplysninger. Det er en utford-
ringen er å finne en god balanse mellom hensynet til kriminalitetsbekjempelse på den ene 
siden og hensynet til personvern og privatliv på den andre siden. 
Ved behandling av personopplysninger gjelder grunnprinsippene om formålsbestemthet, 
nødvendighet, proporsjonalitet og relevans. I tillegg stilles det ytterligere krav til opplys-
ningenes tilstrekkelighet og korrekthet. De grunnleggende krav til behandling av opplys-
ninger setter skranker for politiets behandling av opplysninger. 
Våre moderne samfunn har kommet så langt innen teknologien at det snart ikke er mulig å 
ikke legge fra seg spor. Fra vi står opp til vi legger oss er vi i kontakt med forbrukergjen-
stander og tjenester som registrerer opplysninger om oss eller om våre preferanser. Noe av 
opplysningene legger vi igjen frivillig, mens noe av det blir registrert uten at vi egentlig har 
gitt våre samtykker til det. Et praktisk eksempel på dette er IP-adresser man benytter seg av 
på internett. De færreste av oss har vel samtykket til at IP-adressen skal loggføres, men det-
te gjøres like fullt. Begrunnelsen er blant annet at leverandørene trenger disse opplysninge-
ne for å kunne forbedre sine tjenester. For eksempel argumenterer Telenor for dette på sine 
hjemmesider i forbindelse med personvern og sikkerhet.89 Legger man sammen de opplys-
ninger man frivillig deler og de opplysninger som blir registrert uten vårt samtykke, vil det-
                                                 
89 Telenor (2010) punktet om IP-adresse. 
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te innebære at man ikke lenger har noe privatliv. Det er således nødvendig å begrense og 
kontrollere informasjonsflyten om egen person og verne om privatlivet. Men man må ikke 
glemme at et velfungerende samfunn forutsetter at det foregår behandling av personopplys-
ninger, også behandling av personopplysninger man ikke har gitt sitt samtykke til. Et av de 
viktigste oppgaver staten har er å sørge for at borgerne føler seg trygge og at kriminelle 
handlinger blir etterforsket og oppklart. For å kunne gjøre dette, må politiet gis adgang til å 
behandle personopplysninger på andre måter enn det andre offentlige myndigheter gis. 
Hvis politiets behandling av personopplysninger begrenses i altfor stor grad, vil de ikke 
kunne ivareta lovpålagte arbeidsoppgaver og samfunnsfunksjoner. 
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4.3.1 Formålsbestemthet 
4.3.1.1 Redegjørelse 
Prinsippet om formålsbestemthet finner vi i Personverndirektivet art. 6(b) og i Perso-
nopplysningsloven § 11 bokstav b og c. I den danske språkutgaven av direktivet er det i art. 
6(b) fastslått at personopplysninger bare kan innsamles til «… udtrykkeligt angivne og legiti-
me formål, samt at senere behandling heraf ikke må være uforenelig med disse formål: senere be-
handling af oplysninger i historisk, statistisk eller videnskabeligt øjemed anses ikke for at være ufo-
renelig med disse formål, såfremt medlemsstaterne giver de fornødne garantier». Prinsippet er 
sentralt og grunnleggende når det gjelder personvern. Prinsippet innebærer at personopp-
lysninger bare kan behandles for de formål de er innsamlet for og at en eventuell viderebe-
handling av opplysningene til andre formål krever at disse andre formålene ikke er uforen-
lige med de opprinnelige formålene personopplysningene i utgangspunktet ble innsamlet 
for. 
Prinsippet finner vi igjen i rammebeslutningen art. 3. Der er det slått fast at: 
«Personopplysninger kan samles inn ... for bestemte, uttrykkelig angitte og legitime formål ... og 
kan kun behandles for det formålet de er innsamlet for.». 
Videre heter det at: 
«Videre behandling for et annet formål er tillatt dersom: 
a) denne behandlingen ikke er uforenelig med de formål opplysningene er innsamlet for, 
b) de kompetente myndigheter i henhold til gjeldende lovbestemmelser har rett til å behandle disse 
opplysningene for et slikt annet formål, og 
c) denne behandling er nødvendig og står i rimelig forhold til dette andre formålet.». 
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Det er også åpnet for at kompetente myndigheter kan viderebehandle overførte personopp-
lysninger for historiske, statistiske eller vitenskapelige formål (i tillegg til politimessige 
formål), dersom statene gir nødvendige garantier. For eksempel ved at personopplysninge-
ne gjøres anonyme. 
Som vi kan se, er formuleringen i rammebeslutningen treffende lik formuleringen i Person-
verndirektivet. Det er kun mindre språklige differanser som ikke innebærer noen realitets-
forskjell av betydning. I begge formuleringer legges det vekt på formålet med innsamlingen 
og at formålene i seg selv må være legitime og dessuten være innenfor rammen av de opp-
gaver den innsamlende myndighet bedriver. 
I Politiregisterloven finner vi prinsippet om formålsbestemthet regulert i § 4. Der heter det 
at: 
«Opplysninger kan behandles til det formålet de er innhentet for eller til andre politimessige formål, 
med mindre det er bestemt i lov eller i medhold av lov at retten til behandling er begrenset, eller at 
opplysninger kan behandles til andre formål enn de politimessige.». 
 
4.3.1.2 Vurdering 
Som vi ser er formuleringen lovens § 4 i samsvar med formuleringen i rammebeslutningen. 
Også her vektlegges at opplysninger kan behandles til de formål de er innhentet for, men 
det åpnes for at retten til å behandle opplysningene kan begrenses eller utvides gjennom lov 
eller forskrift. For eksempel finnes det egne regler for telefonavlytting og romavlytting i 
Straffeprosessloven §§ 216l og 216m. Disse bestemmelser representerer særdeles integri-
tetskrenkende hjemler for politiet i forbindelse med kriminalitetsbekjempelse, men som 
følge av proporsjonalitetsprinsippet er terskelen høy for å benytte dem. Telefonavlytting 
kan kun benyttes når noen mistenkes for en straffbar handling eller forsøk på straffbar 
handling som kan medføre fengselsstraff. Romavlytting kan derimot bare anvendes ved 
mistanke om eller forsøk på svært alvorlige straffbare handlinger – for eksempel ved mis-
tanke om terrorvirksomhet og grov narkotikakriminalitet. Dessuten kan romavlytting bare 
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iverksettes etter kjennelse fra retten, i motsetning til telefonavlytting som kan besluttes av 
påtalemyndigheten. Det er for øvrig andre vilkår som også må være oppfylt før romavlyt-
ting kan besluttes, men dette faller utenfor oppgavens tema. 
Det som er viktig å merke seg i forbindelse med Politiregisterloven § 4 er bruken av formu-
leringen «… andre politimessige formål ...». Hva som ligger i begrepet «politimessige formål» 
er tidligere behandlet, se punkt 4.2.4 i oppgaven. Som følge av formuleringen i § 4, kan 
personopplysninger som er innsamlet i forbindelse med for eksempel forebyggingsarbeid 
eller i forbindelse med service- og bistandsarbeid, legitimt bli brukt til etterforskningsar-
beid. Spørsmålet er således om begrepet «politimessige formål», slik den er definert, favner 
for vidt slik at personopplysninger kan brukes til uforenelige formål. 
At politiet skal kunne benytte personopplysninger fra for eksempel en redningsaksjon, hvor 
de har bistått andre offentlige myndigheter, til etterforskningsarbeid kan oppfattes som 
uforenelig. Prinsippet om formålsbestemthet er nettopp ment å sette skranke for behandling 
av personopplysninger til formål de ikke er innhentet for og som de heller ikke er forenelig 
med. I forarbeidene til Personopplysningsloven er det uttalt at det må foretas en konkret og 
individuell vurdering av om det nye formålet er forenelig med det opprinnelige formålet. I 
denne vurderingen er det flere momenter som vil være sentrale, blant annet «… om opplys-
ningene innebærer ulemper for den registrerte, om bruken skiller seg sterkt fra den som lå til grunn 
for innsamlingen, eller om bruken stiller strengere krav til datakvalitet enn det opprinnelige innsam-
lingsformålet.». Derimot, dersom det nye formålet står i en «… nær og naturlig sammenheng 
med den behandlingsansvarliges virksomhet ...», vil formålene normalt ikke anses som ufor-
enelige.90 
At de foran nevnte momentene som regel vil være oppfylt dersom politiet benytter opplys-
ninger fra sin service- og bistandsfunksjon til etterforskningsarbeid, kan ikke utelukkes. 
Men selv om det kan oppfattes som uforenelig at politiet bruker personopplysninger fra for 
eksempel en redningsaksjon til etterforskningsarbeid, er det naturlig og ønskelig at politiet 
benytter opplysningene til å oppklare eventuell kriminalitet. Etterforskningsarbeid er helt 
                                                 
90 Ot.prp. nr. 92 (1998-99) punkt 16, kap. II om § 11. 
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klart en virksomhet som har nær og naturlig sammenheng med den virksomhet politiet be-
driver til daglig. De fleste vil være enig i at selv om opplysningene kan innebære ulemper 
for den registrerte, er det viktigere at kriminalitet blir bekjempet. De fleste vil være enig i at 
personvernet må vike i slike tilfeller. Det er forsvarlig å definere politiets service- og bis-
tandsfunksjon som del av «politimessige formål» da dette også er del av politiets daglige 
oppgaver, se politiloven § 2 nr. 4-5, selv om politiets hovedoppgave er å bedrive kriminali-
tetsbekjempelse, noe som innebærer forebyggende virksomhet, etterforskningsarbeid og 
ordenstjeneste, se Politiloven § 2 nr. 1-3. Ofte glemmes det at politiet ikke bare har til opp-
gave bedrive kriminalitetsbekjempelse, men også har andre samfunnsnyttige funksjoner. 
Når det derimot gjelder å benytte/utlevere opplysninger innsamlet for «politimessige formål» 
til forvaltningsvirksomhet og sivile gjøremål, er dette ikke like enkelt å forsvare. Et eksem-
pel er at politiet i forbindelse med en etterforskning eller forebyggingsarbeid, kommer over 
opplysninger om at A tidligere har vært innlagt på psykiatrisk sykehus. Spørsmålet er om 
disse opplysningene legitimt kan benyttes/utleveres til for eksempel å trekke tilbake et vå-
penkort som A fikk flere år før han ble innlagt på psykiatrisk sykehus, eller om de tjenes-
temenn som arbeider med forvaltningsvirksomhet og sivile gjøremål selv må komme over 
disse opplysningene. 
I gjeldende rett finner vi Politiloven § 24 fjerde ledd nr. 1 og Straffeprosessloven § 61c 
nr. 3 som hjemler adgangen til fri flyt av opplysninger innad i politiet. Ordlyden i bestem-
melsene er ikke identiske, men begge slår fast at taushetsplikt ikke er til hinder for at opp-
lysninger blir gjort kjent for andre tjenestemenn i politiet dersom det er tjenestemessig be-
hov for det. Det skilles heller ikke mellom politiets ulike oppgaver. Men selv uten disse 
hjemler er det i praksis en naturlig menneskelig handling å dele opplysninger med kolleger 
dersom intensjonen er god. Formuleringen av Politiregisterloven § 4 fremstår således som 
en videreføring av gjeldende rett og prinsippet om fri flyt av opplysninger innad i politiet.91 
Derimot innebærer formuleringen av § 4 at det må foreligge en særskilt hjemmel for at 
opplysninger som er innsamlet for «politimessige formål», blir utlevert til andre tjeneste-
                                                 
91 Ot.prp. nr. 108 (2008-2009) s. 118 andre spalte. 
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menn i politiet i forbindelse med forvaltningsvirksomhet og sivile gjøremål. En slik hjem-
mel er lovens § 29 som uttrykkelig gir en slik adgang. Bestemmelsen utvider adgangen til å 
behandle opplysninger slik at behandlingen blir formålsbestemt, selv om behandlingen av-
viker fra det opprinnelige innsamlingsformålet. Derimot inneholder § 29 en viktig begrens-
ning, nemlig formuleringen «… i den utstrekning det er nødvendig …». Denne formuleringen 
innebærer at det er særlover (for eksempel Våpenloven) som avgjør om det er nødvendig at 
opplysninger som er innsamlet i forbindelse med «politimessige formål», blir utlevert til po-
litiets forvaltningsvirksomhet eller sivile gjøremål. I forbindelse med vårt eksempel om A 
og innleggelse på psykiatrisk sykehus, kan for eksempel Våpenloven § 7 tredje ledd, jf. § 
10 første ledd nødvendiggjøre at opplysningene utleveres til andre tjenestemenn i politiet 
slik at disse kan utøve sin forvaltningsvirksomhet på en tilfredsstillende måte (for eksempel 
inndra våpenkortet, samt våpen og ammunisjon eller vurdere om A fortsatt er skikket til å 
ha skytevåpen).  
Som tidligere nevnt innehar politiet en særstilling med tanke på behandling av personopp-
lysninger i et velfungerende samfunn. Dersom de skal kunne utføre sine lovpålagte oppga-
ver på en tilfredsstillende måte, må de gis adgang til å gå lengre enn andre offentlige myn-
digheter. Det ville være særdeles uheldig dersom politiet hadde sittet på opplysninger som 
kunne ha avverget eller oppklart en kriminell handling, men at de ikke hadde kunnet benyt-
te seg av opplysningene som følge av personvernregler. Det ville ha vært å ha teoretiske 
regler med gode intensjoner på papir, men ville ikke være gode i praksis. 
Etter dette er det forsvarlig å konkludere med at lovens § 4, jf. § 29 foretar en god balanse-
ring av hensynet til kriminalitetsbekjempelse og hensynet til personvern og privatliv, sam-
tidig som kravene i rammebeslutningen blir oppfylt på en tilfredsstillende måte. 
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4.3.2 Nødvendighet og proporsjonalitet 
4.3.2.1 Redegjørelse 
Prinsippene om nødvendighet og proporsjonalitet finner vi i rammebeslutningen art. 3(1) 
hvor det heter at behandling av personopplysninger må «… stå i rimelig forhold til de formå-
lene opplysningene er innsamlet for.». For øvrig finner vi prinsippet om nødvendighet gjengitt 
indirekte i rammebeslutningens øvrige bestemmelser. For eksempel i art. 4(2) hvor det er 
slått fast at personopplysninger «… skal slettes eller gjøres anonyme når de ikke lenger er nød-
vendige for de formål de er innsamlet for …». 
I forhold til behandling av særlige kategorier av personopplysninger, finner vi nødvendig-
hetskravet formulert i rammebeslutningen art. 6 hvor det heter at behandling av slike per-
sonopplysninger bare er «… tillatt dersom det er strengt nødvendig …».  
Nødvendighetsprinsippet finner vi også hjemlet i Personverndirektivet art. 7(b-f) og i Per-
sonopplysningsloven §§ 8, 9 og 11 første ledd bokstav b og c. Det samme prinsipp finner vi 
også formulert på en annen måte i EMK art. 8(2) hvor det heter at inngrepet (det vil si re-
gistreringen av personopplysninger i denne sammenheng) må være «… nødvendig i et demo-
kratisk samfunn ...». 
I Politiregisterloven finner vi prinsippet om nødvendighet og proporsjonalitet regulert i § 5 
(og § 64 for PST). Bestemmelsen er uttømmende.92 Her slås det fast at politiet bare kan be-
handle opplysninger dersom det er nødvendig ut fra formål som nevnt i § 4, det vil si at de 
bare kan behandles for de formål de er innhentet for eller i forbindelse med politimessige 
formål. 
Når det gjelder særlige kategorier av personopplysninger (det vil si særlig sensitive person-
opplysninger), er nødvendighetskravet regulert i Politiregisterloven § 7. Formuleringen er 
                                                 
92 Ot.prp. nr. 108 (2008-2009) s. 79, punkt 9.3.5, andre spalte. 
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sammenfallende med tilsvarende skjerpet nødvendighetskrav i rammebeslutningen art. 6, 
med kun mindre språklige differanser som ikke utgjør noen realitetsforskjell av betydning. 
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4.3.2.2 Vurdering 
Bakgrunnen for at nødvendighets- og proporsjonalitetsprinsippet ikke er særlig tungt frem-
hevet i rammebeslutningen er at man ikke ønsket en for streng regel siden dette kan 
vanskeliggjøre politiets arbeid.93 Men prinsippene om nødvendighet og proporsjonalitet er 
sentrale og grunnleggende prinsipper innen personvern.  
 
Nødvendighetsprinsippet innebærer at det ikke skal registreres og behandles mer person-
opplysninger enn det som strengt tatt er nødvendig for å kunne oppnå formålet med be-
handlingen. Prinsippet setter således en skranke for at det registreres overflødig informa-
sjon om den registrerte og sikrer i så måte personvern og privatliv. Men hva som anses som 
nødvendig vil alltid bero på en konkret vurdering i det enkelte tilfellet.94 Således finnes 
ingen «fasit» å forholde seg til. Gjennom nødvendighetsprinsippet begrenses hvilke opp-
lysninger som kan registreres om hvilke personer, hvor lenge opplysningene kan være lag-
ret og ikke minst hvem som har tilgang til dem.95 
Men at noe er nødvendig, innebærer ikke dermed at det er fritt frem for å registrere og be-
handle hva som helst av opplysninger. Det må dessuten være forholdsmessig/proporsjonalt 
å gjøre det. Proporsjonalitetsprinsippet er en side ved nødvendighetsprinsippet og modere-
rer det. For eksempel vil det være nødvendig at politiet registrerer og behandler opplys-
ninger uansett om det er tale om en forseelse eller en alvorlig kriminell handling (for ek-
sempel navn, adresse, overtrådt straffebud, tid, sted, reaksjonsform etc.). Derimot er det 
ikke proporsjonelt at det registreres opplysninger som er sensitive bare for en forseelse (for 
eksempel opplysninger om helse og seksualliv, nasjonal og etnisk opprinnelse, religiøse og 
filosofiske overbevisninger, familietilknytning etc.). For slike sensitive personopplysninger 
er nødvendighetskravet skjerpet i rammebeslutningen art. 6 ved at formuleringen «strengt 
nødvendig» er brukt. I denne formuleringen ligger at «… opplysningene må være av vesentlig 
                                                 
93 Ot.prp. nr. 108 (2008-2009) s. 77, punkt 9.3.2, andre spalte. 
94 Ot.prp. nr. 108 (2008-2009) s. 79, punkt 9.3.5, første spalte. 
95 Ot.prp. nr. 108 (2008-2009) s. 52, punkt 6.4. 
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betydning for formålet …».96 Grunnen for denne strenge reguleringen er at opplysninger om 
nasjonal og etnisk opprinnelse, politiske oppfatninger og tilknytninger, religiøse og filoso-
fiske overbevisninger, fagforeningsmedlemskap og opplysninger om helse og seksualliv, 
trenger ekstra beskyttelse. Dette er ofte spesielt sensitive personopplysninger som kan mis-
brukes. Et eksempel på når det kan være «strengt nødvendig» å registrere og behandle slike 
opplysninger, er ved drapssaker som er religiøst eller seksuelt motivert – det kan tenkes at 
politiet gjennom registreringen kan klare å kartlegge hvem neste offer kan bli eller hvem 
gjerningspersonen (e) mest sannsynlig er, og på denne måten sørge for de rette tiltak for å 
beskytte mulige offer og pågripe gjerningspersonen (e). Nærmere regulering av når det skal 
være adgang til å behandle slike sensitive opplysninger, vil bli gitt i forskrift, se Politire-
gisterloven § 69.97 
I Politiregisterloven § 5 nr. 1 og nr. 2 er det oppstilt ytterligere begrensninger og presise-
ringer vedrørende nødvendighetsprinsippet. 
I nr. 1 er det foretatt presisering om at behandling av opplysninger i den enkelte straffesak 
skal følge reglene i Straffeprosessloven, som altså skal gjelde som lex specialis. Med andre 
ord er det Straffeprosesslovens regler, som i den enkelte straffesak, avgjør om behandling-
en av opplysningene er nødvendig og proporsjonelt. 
I nr. 2 er det oppstilt begrensninger for behandling av opplysninger utenfor den enkelte 
straffesak. Det kan behandles opplysninger om en person som: 
a) «er knyttet til et miljø hvor en vesentlig del av virksomheten består i å begå lovbrudd, eller ut fra 
andre objektive holdepunkter kan antas å begå slike. Dette gjelder selv om personen er under den 
kriminelle lavalder eller de personlige forutsetninger for straffansvar for øvrig ikke er til stede, 
b) har særlig tilknytning til personer som nevnt i bokstav a, 
c) er blitt, eller sannsynligvis vil bli, utsatt for et lovbrudd, 
                                                 
96 Ot.prp. nr. 108 (2008-2009) s. 84, punkt 9.5.4, andre spalte. 
97 Ot.prp. nr. 108 (2008-2009) s. 85, første spalte, annet avsnitt. 
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d) er informant.». 
I forhold til bokstav a) andre punktum bemerkes at presiseringen om at straffbarhet ikke er 
et vilkår for at politiet skal kunne behandle opplysninger, sannsynligvis er gjort for å frem-
heve at politiet kan behandle opplysninger i forbindelse med «politimessige formål» uav-
hengig av om noen gjerningsmann kan straffes eller ikke. Forarbeidene er taus vedrørende 
dette, men dette har de beste grunner for seg da det vil være i samfunnets interesse at kri-
minelle handlinger blir oppklart selv om ingen gjerningsperson kan dømmes. 
I forhold til politiets service- og bistandsfunksjoner, samt føring av vaktjournaler er det i § 
5 nr. 3 gitt hjemmel for å behandle opplysninger «… utover formålet med virksomheten for å 
ivareta den enkeltes sikkerhet, herunder opplysninger om personer som representerer en særlig sik-
kerhetsrisiko.». Denne utvidelsen av retten til å registrere opplysninger er gitt ut fra hensynet 
til beskyttelse av politiets tjenestemenn og samfunnet for øvrig. Hva som ligger i formule-
ringen «særlig sikkerhetsrisiko» vil bli nærmere fastsatt i forskrift gitt i medhold av Politire-
gisterloven, se § 69 første ledd nr. 4, men i hovedsak tenkes det på bevæpnede personer, 
personer som har alvorlige og smittsomme sykdommer eller som er i betydelig psykisk 
ubalanse.98  
Etter dette kan det konkluderes med at selv om prinsippet om nødvendighet og proporsjo-
nalitet ikke er særlig tungt fremhevet i rammebeslutningen, har Departementet klart å finne 
plass til dem siden de er sentrale og grunnleggende personvernprinsipper. 
                                                 
98 Ot.prp. nr. 108 (2008-2009) s. 80, andre spalte. 
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4.3.3 Relevans 
4.3.3.1 Redegjørelse 
Kravet om relevans er slått fast i rammebeslutningen art. 3(1) hvor det heter at «… Behand-
lingen av opplysningene skal være ... relevant ... i ... forhold til de formålene opplysningene er inn-
samlet for.». Kravet fremgår også av Personverndirektivet art. 6(1) (c) hvor det heter at per-
sonopplysninger «… skal være relevante ... og ikke omfatte mere end, hvad der kræves til 
opfyldelse af de formål, hvortil de indsamles, og til de formål, hvortil de senere behandles.». 
Relevanskravet er regulert i Politiregisterloven § 6 første ledd nr. 1 hvor det heter at «Opp-
lysninger som behandles, skal være ... relevante for formålet med behandlingen». 
 
4.3.3.2 Vurdering 
At noe er relevant betyr at det har en tilstrekkelig sammenheng med noe. I forbindelse med 
Politiregisterloven siktes det til spørsmålet om hvor mange opplysninger det er nødvendig å 
behandle om de registrerte personer. Departementet uttaler følgende om relevanskravet i 
forarbeidene: 
«… Dersom det for eksempel kan anses nødvendig i forebyggende øyemed å behandle opplysning-
er om en bestemt person, kan det etter omstendighetene likevel være irrelevant å innhente opplys-
ninger om alle mulige personlige forhold som ikke har saklig sammenheng med formålet med å re-
gistrere vedkommende. Motsatt vil det kanskje i en innledende fase, før man vet hvilken rolle de 
ulike aktører spiller i forhold til straffbar virksomhet, anses relevant å innhente flere opplysninger 
om en person enn etter at politiet har plassert vedkommende i forhold til den kriminelle virksomhet 
man forsøker å bekjempe. I realiteten vil følgelig relevanskravet være en variant av nødvendighets-
kravet.».99 
                                                 
99 Ot.prp. nr. 108 (2008-2009) s. 14, punkt 1.5.1, andre spalte. 
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Om relevanskravet uttalte utvalget i NOU 2003: 21 at: 
«Opplysninger er relevante når de har en tilknytning til formålet og er nødvendige for behandlingen 
på det konkrete tidspunkt. Hensikten med relevanskravet er å forhindre at det behandles flere opp-
lysninger enn det er behov for. Kan formålet oppnås ved at det registreres færre opplysninger eller 
mindre sensitive opplysninger, er politiet i henhold til relevanskravet forpliktet til å foreta begrens-
ningen».100 
Selv om uttalelsene har nære bånd til kravet om nødvendighet og kan oppfattes dit hen at 
relevanskravet ikke har noen selvstendig betydning ved siden av nødvendighetskravet,101 er 
det viktig å merke seg at nødvendighet og relevans ikke er det samme. Derimot er det riktig 
som departementet uttaler at relevanskravet i realiteten er en variant av nødvendighetskra-
vet. Et enkelt eksempel kan illustrere dette – omstendigheter nødvendiggjør registrering av 
personopplysninger om X. Opplysning A og B registreres, men opplysning C er ikke rele-
vant og registreres ikke. Relevanskravet sørger altså for at opplysning C ikke registreres og 
bidrar således til økt personvern og privatliv. Men som departementet uttaler kan det i en 
innledende fase av en etterforskning anses relevant også å registrere og behandle opplys-
ning C, inntil politiet har plassert vedkommende i forhold til den kriminelle virksomhet 
man forsøker å bekjempe. Etter dette vil relevanskravet sette skranke for behandling av 
opplysning C. 
Om dette uttaler departementet følgende: 
«Den selvstendige betydningen av relevanskravet er, ved siden av kravene til formålsbestemthet og 
nødvendighet, først og fremst å forhindre at det behandles flere opplysninger enn det er behov for. 
Dersom for eksempel formålet kan oppnås ved å behandle færre eller mindre sensitive opplysning-
er, vil relevanskravet føre til at politiet må avstå fra å behandle disse opplysningene. Videre er rele-
                                                 
100 NOU 2003: 21 s. 184, punkt 13.5.3.1, første spalte. 
101 Agersborg (2009) s. 28, punkt 2.2.3.2. 
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vansvurderingen en kontinuerlig prosess, idet det kan variere med tiden og situasjonen om opplys-
ninger kan sies å være relevante …».102 
Slik rammebeslutningen art. 3(1) og Politiregisterloven § 6 første ledd nr. 1 er formulert, er 
disse sammenfallende. 
                                                 
102 Ot.prp. nr. 108 (2008-2009) s. 82, punkt 9.4.5, første spalte. 
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4.3.4 Tilstrekkelighet 
4.3.4.1 Redegjørelse 
Tilstrekkelighetskravet er slått fast i rammebeslutningen art. 3(1) hvor det heter at «Person-
opplysninger ... skal være ... adekvat og stå i rimelig forhold til de formålene opplysningene er inn-
samlet for.». 
Tilstrekkelighetsprinsippet finner vi igjen flere steder i gjeldende rett – blant annet i Straf-
feprosessloven § 226 tredje ledd, hvor politiet pålegges å etterforske saken vidt for å klar-
legge det som taler for og mot den mistenkte. Prinsippet gjelder også for domstolene som 
plikter å påse at straffesaken er så godt opplyst som mulig, jf. Straffeprosessloven § 294. 
Prinsippet finner vi også i Politiinstruksen103 § 7-1 andre ledd vedrørende vaktjournalen 
som politiet plikter å føre, og i Personopplysningsloven § 11 første ledd bokstav d vedrø-
rende grunnleggende krav til behandling av personopplysninger. 
Tilstrekkelighetsprinsippet er nå gjennomført i Politiregisterloven § 6 første ledd nr. 1 hvor 
det heter at «Opplysninger som behandles, skal ... være tilstrekkelige ... for formålet med behand-
lingen». 
 
4.3.4.2 Vurdering 
Departementet uttaler i forarbeidene at i tilstrekkelighetskravet ligger at «… opplysningene 
må være så fullstendige … at de ikke gir et misvisende eller uriktig bilde av en person.».104 
Utvalget uttalte i NOU 2003: 21 at: 
«… den registrerte har krav på at opplysningene er så fullstendige, det vil si utfyllende og detaljert, 
at det hindrer at opplysningene gir et misvisende eller uriktig bilde av en person eller en situasjon 
                                                 
103 Alminnelig tjenesteinstruks for politiet (Politiinstruksen) 22. juni 1990 nr. 3963. 
104 Ot.prp. nr. 108 (2008-2009) s. 15, første spalte. 
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…». Videre uttaler utvalget at «... det ikke er et krav om absolutt fullstendighet, men et krav om at 
opplysningene skal være tilstrekkelig fullstendige, herav "tilstrekkelighetskravet"».105 
Disse uttalelsene illustrerer baksiden av medaljen ved politiets behandling av personopp-
lysninger. I arbeidet med behandling av opplysningene er det risiko for at det dannes et 
misvisende bilde av den registrerte. Men skal politiet kunne utføre sine lovpålagte arbeids-
oppgaver og samfunnsfunksjoner på en tilfredsstillende måte, må de nødvendigvis kunne 
behandle og danne seg bilder av de registrerte. 
Slik tilstrekkelighetskravet er formulert i lovens § 6 første ledd nr. 1, er det sammenfallen-
de med kravet som oppstilles i rammebeslutningen art. 3(1). 
                                                 
105 NOU 2003: 21 s. 187, punkt 13.5.4, andre spalte. 
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4.3.5 Korrekthet og oppdatering 
4.3.5.1 Redegjørelse 
Kravet om at personopplysninger skal være korrekte og oppdaterte fremgår indirekte av 
rammebeslutningen art. 4(1), (2) og (3) ved pålegg om retting, sletting eller sperring av 
personopplysninger som er beheftet med feil eller mangler. Det heter i (1) at «Personopplys-
ninger skal korrigeres dersom de er uriktige og, dersom det er mulig og nødvendig, suppleres eller 
oppdateres.». 
Det samme krav fremgår av Personverndirektivet art. 6(1)(d) hvor det heter at personopp-
lysninger «… skal være korrekte og om nødvendigt ajourførte: der skal tages ethvert rimeligt 
skridt til at slette eller berigtige oplysninger, der er urigtige eller ufuldstændige i forhold til det for-
mål, hvortil de indsamles, eller i forbindelse med hvilke de behandles på et senere tidspunkt». 
Kravet om korrekthet og oppdatering er regulert i Politiregisterloven § 6 første ledd nr. 2 
hvor det heter at «Opplysninger som behandles, skal … være korrekte og oppdaterte …». 
 
4.3.5.2 Vurdering 
Kravet om korrekthet har to sider. På den ene siden vil noe være korrekt dersom det er 
gjengitt slik det ble avgitt av kilden. På den annen side vil noe bare være korrekt dersom 
det materielt sett medfører riktighet. Det er for eksempel ikke uvanlig at vitnet i straffesa-
ker beskriver situasjoner og faktum etter egen oppfatning uten at utsagnene nødvendigvis 
medfører riktighet. Det er heller ikke uvanlig at mistenkte/siktede avgir falsk forklaring. Av 
den grunn er det viktig å se på kravet om korrekthet i sammenheng med politiets behand-
ling av ikke-verifiserte opplysninger. 
Om kravet til korrekthet uttaler departementet at: 
«... Kravet til korrekthet innebærer i utgangspunktet at opplysningene skal være riktige. På den an-
nen side vil kravet til korrekthet også være oppfylt dersom opplysningene er riktig gjengitt. For ek-
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sempel kan nevnes vitneavhør i en straffesak. Dersom vitnets utsagn er riktig gjengitt vil opplys-
ningene være korrekte, selv om de etter sitt innhold ikke medfører riktighet».106 
Som departementet er inne på, er det forskjell på å gjengi på en riktig måte det som kilden 
har meddelt politiet, og det å etterkontrollere at opplysningene materielt sett er korrekte. 
Spørsmålet er, når politiet må påse at opplysningene er materielt korrekt (kvalitetssikring 
av opplysninger). Skal dette gjøres før opplysningene behandles (for eksempel registreres), 
eller skal det bare gjøres dersom opplysningene skal viderebehandles. 
Til dette uttaler departementet at: 
«... Kravet om korrekte opplysninger er ikke uproblematisk for politiet, som mottar en rekke ikke-
verifiserte opplysninger … Såfremt det er nødvendig for å oppnå et lovbestemt formål, må politiet 
utvilsomt tillates i stor grad å innhente usikre, eller ikke-verifiserte, opplysninger. Departementet 
anser det imidlertid som viktig at det skjer en kvalitetssikring av slike ikke-verifiserte opplysninger 
i den videre behandling av dem.».107 
Uttalelsen kan forstås dit hen at politiet har rett til å innhente ikke-verifiserte opplysninger, 
men at de samtidig har en plikt til å sørge for at opplysningene kvalitetssikres. Men dette 
ville være en forhastet konklusjon. Av § 6 fjerde ledd fremgår nemlig at kravet om korrekt-
het, bare gjelder i den forstand at opplysningene skal være gjengitt slik kilden ga dem. Der-
imot skal politiet påse at opplysningene er oppdaterte når de skal brukes som bevis. Såle-
des er det bare dersom opplysningene er tiltenkt som bevis, at politiet skal påse at de 
kvalitetssikres. 
Men at opplysninger skal være oppdaterte betyr ikke nødvendigvis at de faktisk vil være 
materielt korrekte. Opplysningene vil fortsatt kunne sies å være oppdaterte selv om de 
enda er materielt ukorrekt (for eksempel at vitnet, mistenkte/siktede gjengir opplysningene 
uten å endre forklaring). Om dette uttaler departementet: 
                                                 
106 Ot.prp. nr. 108 (2008-2009) s. 15, første spalte. 
107 Ot.prp. nr. 108 (2008-2009) s. 15, første spalte. 
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«For eksempel er tips, vitneutsagn med videre ikke nødvendigvis korrekte på innsamlingstidspunk-
tet. I tillegg plikter ikke den mistenkte/siktede å forklare seg sannferdig i egen sak, og vedkommen-
de kan til og med være interessert i at politiets opplysninger ikke er korrekte. På denne bakgrunn er 
kvalitetssikring av opplysninger en av politiets fremste oppgaver, og kvalitetssikring av innhentede 
opplysninger er et viktig moment for spørsmålet om den videre bruk av opplysningene.».108 
Altså har departementet, i forhold til kravet om korrekthet, ment at politiet har plikt til å 
gjengi korrekt det som har fremkommet av opplysninger fra kilden. I forhold til kravet om 
oppdatering har departementet ment at politiet bør sørge for at opplysningene kvalitetssik-
res i den grad opplysningene er tiltenkt som bevis. 
Men at det skal foretas kvalitetssikring, må ikke tolkes dit hen at alle opplysninger som po-
litiet besitter, nødvendigvis er 100 % materielt korrekte. Dette ville være umulig å sikre. 
Det bør således aksepteres at det foretas en tilstrekkelig kvalitetssikring for å påse at opp-
lysningene er mest mulig materielt korrekte. Kvalitetssikringen må kunne foretas innenfor 
rimelighetens grenser. Det kan ikke forventes at politiet skal bruke urimelige mengder med 
ressurser på å kvalitetssikre alle opplysninger som de måtte besitte. Dette ville gå utover 
hensynet til kriminalitetsbekjempelse. Derimot er det nødvendig av rettssikkerhetsmessige 
hensyn at opplysninger som er tiltenkt som bevis, kvalitetssikres i større grad. Dette har 
departementet forsøkt å lovfeste gjennom § 6 første ledd nr. 2, jf. fjerde ledd. Derimot er 
ordlyden i fjerde ledd ikke vellykket. Den fremstår som uklar og upresis og oppfyller ikke 
kravene om klarhet og forutberegnelighet som er innfortolket i EMK art. 8. For å oppfylle 
disse kravene på en bedre måte og øke brukervennligheten av bestemmelsen, burde ordly-
den endres til: 
«Kravet i første ledd nr. 2 til korrekte opplysninger betyr at opplysningene skal være gjengitt slik 
kilden ga dem. Dersom opplysningene skal brukes som bevis, skal de i den grad det er mulig og ri-
melig, oppdateres og kvalitetssikres.». 
                                                 
108 Ot.prp. nr. 108 (2008-2009) s. 51, punkt 6.2, andre spalte. 
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Det er i politiets egen interesse at opplysninger som skal behandles, kvalitetssikres. Det 
ville være svært uheldig om kvalitetssikring ikke ble foretatt og det hadde blitt brukt store 
ressurser på å behandle opplysninger som ikke var materielt holdbare. Det ville dessuten, i 
forhold til utenlandske politi- og påtalemyndigheter, fremstå som meget uprofesjonelt og 
useriøst dersom norske politi- og påtalemyndigheter ikke klarte å sørge for kvalitetssikring 
av opplysninger innen eget territorium. Det ville svekke troverdigheten og samarbeidet in-
ternasjonalt. 
Manglende kvalitetssikring ville også påvirke politiets troverdighet nasjonalt ved at publi-
kum og rettsapparat ikke kunne feste tilstrekkelig lit til opplysninger som ble fremlagt av 
dem. Særlig i den enkelte straffesak ville dette kunne få store konsekvenser ved at domsto-
lene ville bli satt på prøve med tanke på det strenge beviskrav i straffesaker. Det er således 
i samfunnets interesse at det foretar kvalitetssikring av opplysninger. Som departementet 
uttaler er kvalitetssikring et av politiets fremste oppgaver. 
I rammebeslutningens fortale avsnitt 12 har statene blitt enige om at prinsippet om person-
opplysningenes riktighet, i utgangspunktet ikke kan gis en videre anvendelse enn at opp-
lysningene gjengis korrekt slik de ble avgitt av kilden. Her heter det at «… For eksempel er 
opplysninger særlig i rettssaker basert på enkeltpersoners subjektive oppfatning og er i visse tilfelle 
helt umulige å etterprøve. Kravet om riktighet kan følgelig ikke gjelde en uttalelses riktighet, men 
kun det faktum at en bestemt uttalelse er gjort.». Derimot følger det av rammebeslutningen 
art. 8(1) at statene «… skal treffe alle rimelige tiltak for å sikre at personopplysninger som er 
uriktige, ufullstendige eller ikke oppdaterte, ikke overføres eller stilles til rådighet. For dette formå-
let skal de kompetente myndigheter så vidt mulig kontrollere kvaliteten på personopplysningene før 
de overføres eller stilles til rådighet.». Det oppstilles også plikt til å vedlegge tilgjengelig in-
formasjon til mottakerstaten slik at denne selv kan bedømme graden av riktighet, fullsten-
dighet, aktualitet og pålitelighet.  
Således går Politiregisterlovens krav om kvalitetssikring av mottatte opplysninger, lengre 
enn hva rammebeslutningen krever ved nasjonal behandling av personopplysninger. Dette 
er det derimot anledning til å gjøre, se rammebeslutningen art. 1(5), jf. fortalens avsnitt 8 
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andre punktum som gir statene anledning til å fastsette høyere garantier for vern av person-
opplysninger enn det som er fastsatt i rammebeslutningen. 
Etter dette kan det konkluderes med at slik § 6 første ledd nr. 2, jf. fjerde ledd er formulert, 
oppfylles kravene i rammebeslutningen vedrørende kravene om korrekthet og oppdatering. 
Men oppgavens forslag til formulering av § 6 fjerde ledd oppfyller kravene om klarhet og 
forutberegnelighet, som er innfortolket i EMK art. 8, på en bedre måte og øker brukervenn-
ligheten av bestemmelsen. Oppgavens forslag er tydeligere og gjør det klart i hvilke tilfel-
ler politiet har plikt til å kvalitetssikre og oppdatere opplysninger. 
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4.3.6 Unntak fra kravene til formålsbestemthet, nødvendighet og relevans 
4.3.6.1 Redegjørelse 
Tidligere i oppgaven har det blitt redegjort for de grunnleggende krav som må være oppfylt 
til behandling av personopplysninger. Det skal nå redegjøres for Politiregisterloven § 8 som 
gjør et tidsbegrenset unntak fra disse grunnleggende kravene. For ordens skyld nevnes at 
tilsvarende unntak også er gitt for PST i Politiregisterloven § 65. 
De grunnleggende kravene setter skranker for at personopplysninger ikke kan registreres og 
behandles dersom ikke kravene er oppfylt. For eksempel at opplysningene er nødvendig for 
å oppnå et bestemt legitimt formål, eller at opplysningene er relevante for formålet. Der-
imot innebærer Politiregisterloven § 8 (og § 65) en fullmakt til å registrere og behandle en-
hver opplysning uansett om de grunnleggende kravene er oppfylt eller ikke. Det følger av 
ordlyden i bestemmelsen at politiet gis opptil 4 måneder på å «… avklare om kravene i § 4, 
§ 5 nr. 2 og § 6 første ledd nr. 1 er oppfylt.». Lovens § 4 regulerer kravet om formålsbestemt-
het, § 5 nr. 2 regulerer tilleggsvilkår for nødvendighetskravet og § 6 første ledd nr. 1 regu-
lerer kravet om tilstrekkelighet og relevans. 
Selve fullmakten til å behandle opplysninger i opptil 4 måneder, selv om de grunnleggende 
kravene til behandling av opplysninger ikke er oppfylt, følger av § 8 første ledd. I § 8 andre 
ledd gis det anvisning på at opplysningene, «snarest mulig» og innen 4 måneder, skal under-
legges kontroll for å avklare om de skal slettes eller behandles med hjemmel i lovens øvri-
ge bestemmelser. 
I § 8 andre ledd andre punktum gis det hjemmel til at opplysningene kan utleveres til andre 
tjenestemenn i politiet som et ledd i kontrollen av om de grunnleggende krav er oppfylt. 
Det gis også hjemmel til at opplysningene kan utleveres til andre enn politiet dersom det er 
«… strengt nødvendig for kontrollen.». For eksempel kan opplysningene bli utlevert til et pri-
vat forsikringsselskap for å avdekke mulig forsikringssvindel og lignende 
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I § 8 tredje ledd er det foretatt en viktig presisering om at opplysninger i den enkelte straf-
fesak ikke er underlagt tidsbegrensningen på 4 måneder. Med andre ord kan politiet, i den 
enkelte straffesak, behandle opplysninger i ubegrenset tid (det vil si så lenge det er nødven-
dig for etterforskningen) selv om de grunnleggende krav til behandling av opplysninger 
ikke er oppfylt. Behandling av opplysninger i den enkelte straffesak skal som tidligere på-
pekt følge reglene i Straffeprosessloven. 
 
Rammebeslutningen inneholder ingen bestemmelser om tidsbegrenset unntak fra de grunn-
leggende kravene til behandling av personopplysninger. 
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4.3.6.2 Vurdering 
Selve fullmakten i § 8 første ledd er formulert som et «kan-skjønn». Politiet gis altså et fritt 
forvaltningsskjønn til å behandle opplysninger i opptil 4 måneder, selv om de grunnleggen-
de kravene til behandling av opplysninger ikke er oppfylt. Derimot begrenses det frie for-
valtningsskjønnet i § 8 andre ledd ved at opplysningene, «snarest mulig», skal underlegges 
kontroll for å avklare om de skal slettes eller behandles med hjemmel i lovens øvrige be-
stemmelser. 
Selv om bestemmelsens intensjon er god, vil den i praksis innebære en fullmakt til nettopp 
å behandle opplysninger i opptil 4 måneder. Bestemmelsen har altså et misbrukspotensial. 
På den annen side er det nødvendig at politiet får tid til å sette seg inn i opplysningene og 
avgjøre om de har behov for dem til politimessige formål. I mangel av en slik hjemmel, 
ville man måtte senke terskelen for de grunnleggende kravene slik at det for eksempel ble 
enklere å fastslå at opplysninger er nødvendig eller relevant. Dette ville innebære en gene-
rell svekkelse av personvernet, i motsetning til § 8, slik den er formulert, som innebærer en 
begrenset svekkelse av personvernet. Igjen står vi overfor balansegangen mellom hensynet 
til kriminalitetsbekjempelse på den ene siden og hensynet til personvern og privatliv på den 
andre siden.  
Som nevnt, inneholder ikke rammebeslutningen noen positiv bestemmelse om tidsbegren-
set unntak fra de grunnleggende kravene. Til dette uttaler departementet at: 
«… På den annen side kan rammebeslutningen … ikke tolkes slik at den stenger for at politiet må 
få adgang til å kunne behandle opplysninger uten at det er sikkert om vilkårene om formålsbestemt-
het, nødvendighet og relevans er oppfylt …».109  
Som støtte for dette syn kan anføres at det i rammebeslutningens fortale avsnitt 3 første 
punktum er uttalt at:  
                                                 
109 Ot.prp. nr. 108 (2008-2009) s. 88, punkt 9.6.4.3, andre spalte, andre avsnitt. 
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«Lovbestemmelser … bør fremme politisamarbeid og rettslig samarbeid med hensyn til effektivitet 
og legitimitet, samt respekt for grunnleggende rettigheter, særlig retten til privatlivets fred og vern 
av personopplysninger.».  
Videre er det i fortalens avsnitt 11 andre punktum uttalt at politiets legitime virksomhet på 
ingen måte må rammes som følge av implementeringen av rammebeslutningens regler. 
Det er tidligere i oppgaven blitt påpekt at dersom politiet, av hensyn til personvern, begren-
ses i for stor utstrekning ved behandling av personopplysninger, vil dette gå på bekostning 
av kriminalitetsbekjempelse – altså vil politiets legitime virksomhet rammes negativt. Og 
som påpekt overfor, vil mangel av en slik tidsbegrenset unntaksbestemmelse innebære at 
terskelen for om de grunnleggende kravene er oppfylt, måtte senkes slik at det blir enklere 
å fastslå at de grunnleggende kravene er oppfylt. Dette vil i så fall gå på bekostning av hen-
synet til effektivitet og legitimitet, samt respekten for grunnleggende rettigheter. Dette som 
følge av at politiet vil måtte behandle langt flere opplysninger, i større utstrekning enn el-
lers nødvendig (for eksempel må flere opplysninger registreres for eventuell senere bruk), 
noe som vil bidra til å redusere legitimiteten for politiets behandling av opplysninger. 
Således har departementets tolkning av rammebeslutningen de beste grunner for seg. 
Derimot har statene i rammebeslutningens fortale avsnitt 8 blitt enige om å sikre at den mi-
nimumsstandard for datavern som anvendes ved behandling av personopplysninger nasjo-
nalt, skal tilsvare minimumsstandarden som statene har blitt enige om i rammebeslutning-
en. Det er videre åpnet for at statene kan vedta høyere garantier for vern av 
personopplysninger enn det som er blitt fastsatt i rammebeslutningen. I fortalens avsnitt 10 
har statene dessuten blitt enige om at en tilnærming av statenes lovgivning til rammebe-
slutningen, ikke bør medføre en forringelse av datavernet som statene allerede gir, men 
tvert imot «… ha til formål å sikre et høyt beskyttelsesnivå …».  
Selv om Politiregisterloven § 8 innebærer en begrenset svekkelse av rettighetene som 
rammebeslutningen gir, kan det ikke foretas en slutning dit hen at § 8 ikke har til formål å 
sikre et høyt beskyttelsesnivå – tvert imot er intensjonen med bestemmelsen å sikre en høy 
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terskel for om de grunnleggende kravene til behandling av opplysninger er oppfylt. Men 
sett bort fra dette, kan man ikke komme utenom at § 8 faktisk innebærer en svekkelse av 
rettigheter ved at det gjøres vesentlige unntak fra rammebeslutningens grunnleggende krav, 
samt krav som er anerkjent gjennom Personverndirektivet. 
Det som er problematisk er ikke selve unntaket, men heller at unntaket gjelder i forholdsvis 
lang tid. Også Datatilsynet har uttrykket bekymring for tidsfristen på inntil 4 måneder. Poli-
tidirektoratet og Kripos har derimot gitt uttrykk for at fristen på 4 måneder er for knapp. 
PST har derimot, i forbindelse med sin egen hjemmel i § 65, uttalt at fristen er tilstrekke-
lig.110 I forhold til at enkelte høringsinstanser har gitt uttrykk for at fristen på 4 måneder er 
for kort, uttaler departementet følgende i forarbeidene: 
«… enkelte av høringsinstansenes bekymring for at fristen er for kort ... en misforståelse av hva 
som ligger i kravet om kvalitetssikring. Departementet ønsker i denne sammenheng å understreke at 
lovens klare hovedregel er at opplysninger ikke kan behandles med mindre vilkårene om formåls-
bestemthet, nødvendighet og relevans er oppfylt, jf. lovforslagene til §§ 4, 5 og 6. Siden erfaring 
har vist at det ikke alltid er mulig umiddelbart å fastslå om de mottatte opplysningene oppfyller dis-
se vilkårene, ser departementet behovet for en unntaksregel.».111 
Altså slår departementet fast at § 8 ikke er ment som en ordinær hjemmel for å behandle 
opplysninger, men kun for å kvalitetssikre dem - det vil si foreta kontroll for å påse at de 
grunnleggende kravene til behandling av opplysninger er oppfylt. I dette lys kan det ikke 
sies at lovens § 8 er i strid med rammebeslutningen, da formålet med bestemmelsen ikke er 
å gi hjemmel for generell behandling, men hjemmel for kontroll av om de grunnleggende 
krav er oppfylt. I mangel av en slik hjemmel, vil man som tidligere nevnt, måtte senke ters-
kelen for om de grunnleggende kravene er oppfylt. Dette for å sikre at politiet ikke risikerer 
å måtte slette opplysninger som kan være vitale til politimessige formål. 
 
                                                 
110 Ot.prp. nr. 108 (2008-2009) s. 86, punkt 9.6.3, første og andre spalte. 
111 Ot.prp. nr. 108 (2008-2009) s. 89, punkt 9.6.4.4, første og andre spalte. 
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Men som påpekt, har bestemmelsen et misbrukspotensial ved at politiet ikke bare foretar 
kontroll, men faktisk behandler opplysningene under ly av 4 måneders regelen. Men be-
stemmelsens tiltenkte funksjon kan ikke sies å være i strid med rammebeslutningen, selv 
om dens praktiske funksjon kan komme til å være det. 
For å påse at bestemmelsens tiltenkte funksjon etterleves og at den ikke misbrukes, bør de-
partementet vurdere å foreslå en sanksjonsbestemmelse eller vise til relevante bestemmel-
ser i Straffeloven, for eksempel Straffeloven § 123. I forbindelse med straffetrusler i Politi-
registerloven har utvalget antatt at det «… ikke vil ha en effekt på politiets behandling av 
opplysninger.».112 Selv om det rent strafferettslig ikke er nødvendig med en egen straffetrus-
sel i Politiregisterloven siden straffetrusselen allerede følger av Straffeloven, vil en straffe-
trussel kunne føre til bevisstgjøring av den enkelte tjenestemann ved behandling av person-
opplysninger i medhold av Politiregisterloven § 8. Det antas derimot at dette vil bli 
nærmere regulert i forskrift, samt instruks.  
En viktig presisering finner vi for øvrig i lovens § 8 tredje ledd, nemlig at opplysninger i 
den enkelte straffesak ikke er underlagt tidsbegrensningen. Med andre ord kan politiet be-
handle opplysninger i ubegrenset tid (det vil si så lenge det er nødvendig for etterforsk-
ningen) selv om de grunnleggende krav til behandling av personopplysninger ikke er opp-
fylt. Behandling av opplysninger i den enkelte straffesak skal følge reglene i 
Straffeprosessloven. Kravene til formålsbestemthet, nødvendighet og relevans reguleres i 
strpl. §§ 224 og 226. Grunnen til presiseringen i lovens § 8 tredje ledd, er at departementet 
mener at det fremmer kravene om klarhet og forutberegnelighet at politiet får en uttrykkelig 
hjemmel for å kunne behandle opplysninger uten tidsbegrensning i den enkelte straffesak. 
Departementet sitt syn er at selv om det er praksis i politiet i forbindelse med den enkelte 
straffesak at opplysninger behandles uten at man er sikre på at opplysningene er nødvendig 
eller relevante i forhold til de formålene som er nevnt i Straffeprosessloven § 226 første 
ledd bokstav a-d, kan dette ikke anføres som et godt argument for at en uttrykkelig lov-
hjemmel er unødvendig. Departementet gir uttrykk for at de ikke har noe ønske om å endre 
                                                 
112 NOU 2003: 21 s. 317, andre spalte, siste avsnitt. 
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den etablerte praksis i politiet, men «... kan på den annen side heller ikke se at det er noe i veien 
for å gi en uttrykkelig hjemmel for å kunne behandle slike opplysninger ...». Videre gir departe-
mentet uttrykk for at Straffeprosessloven i sin tid ikke ble utformet med særlig vekt på per-
sonvernprinsipper og at det således ikke er «... helt treffende kun å vise til straffeprosesslovens 
regler for dermed å legitimere behandling av opplysninger som i utgangspunktet må sies å være i 
strid med de prinsippene som er nedfelt i personvernlovgivningen. På denne bakgrunn mener depar-
tementet at det også for behandling av opplysninger under etterforskningen er behov for en regel 
som gjør unntak fra kravene om formålsbestemthet, nødvendighet og relevans.».113 
Dette er et klokt valg av departementet og en god rettsregel som klart fremmer kravene om 
klarhet og forutberegnelighet som er innfortolket i EMK art. 8. Som departementet uttaler 
er det bedre å vedta en egen uttrykkelig bestemmelse som gir politiet hjemmel til å behand-
le personopplysninger så lenge det er nødvendig for etterforskningen, når det i utgangs-
punktet er slik at behandling uten at de grunnleggende krav er oppfylt er i strid med grunn-
leggende krav nedfelt i personvernlovgivningen, samt vedtatt i rammebeslutningen. 
Derimot, at det i lovens § 8 andre ledd tredje punktum gis hjemmel for å utlevere opplys-
ninger til private, kan stride mot rammebeslutningen art. 14. At politiet utleverer person-
opplysninger som de selv har innhentet nasjonalt, er i utgangspunktet ikke problematisk da 
lovgiver kan vedta slike bestemmelser. Men personopplysninger som politiet har mottatt 
fra andre stater kan i følge art. 14 ikke utleveres til private uten at nærmere vilkår er opp-
fylt. At politiet skal kontrollere om de grunnleggende kravene til behandling av opplys-
ninger er oppfylt, er ikke blant vilkårene som må være oppfylt for at personopplysninger 
legitimt skal kunne utleveres til private. Nærmere om art. 14 under punkt 4.5.1.4 i oppga-
ven. 
Videre innebærer reglene om informasjonsplikt overfor den registrerte i Politiregisterloven 
§ 48, samt reglene om innsyn i § 49, at opplysninger som behandles etter lovens § 8 kan 
holdes hemmelig av hensyn til blant annet kriminalitetsbekjempelse, vern av andre perso-
ner enn den registrerte, nasjonal eller offentlig sikkerhet eller mottakerorganets lovpålagte 
                                                 
113 Ot.prp. nr. 108 (2008-2009) s. 87, andre spalte. 
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kontrolloppgaver, se § 48 andre ledd nr. 2, jf. § 49 fjerde ledd nr. 1-5. Det nevnes for or-
dens skyld at reglene om begrenset innsynsrett, samt varsling om registrering er i samsvar 
med rammebeslutningen art. 17(2). Nærmere om dette under oppgavens punkt 4.4.2. 
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4.4 Innsynsrett og saksbehandlingsregler 
4.4.1 Innsynsrett 
4.4.1.1 Redegjørelse 
Innsynsrett er den enkeltes rett til å gjøre seg kjent med opplysninger om seg selv i offent-
lige og private dokumenter og arkiver, herunder registre.114 Innsynsrett er en sentral rettig-
het innen personvern og en grunnleggende forutsetning for å kunne ivareta sine interesser 
og gjøre andre rettigheter gjeldende. 
I folkeretten finner vi innsynsrett blant annet i Personverndirektivet art. 12 som stadfester 
at statene skal sikre at den registrerte uhindret skal få innsyn i opplysninger som blir be-
handlet om seg selv. Innsynsrett er i norsk rett gjennomført i Personopplysningsloven § 18.  
Derimot kan ikke innsynsretten være ubegrenset og viktige unntak følger av Personverndi-
rektivet art. 13. Disse unntakene er i norsk rett gjennomført i Personopplysningsloven § 23. 
Der gjøres det unntak for personopplysninger i politiregistrene, se § 23 første ledd bokstav 
b. Således er det etter gjeldene rett ikke innsynsrett i politiregistrene utenom gjennom poli-
tiattestordningen og i egen straffesak. 
I rammebeslutningen art. 17(1)(a-b) gis den registrerte derimot rett til innsyn i «… minst 
følgende informasjon ...»: 
a) en bekreftelse på om opplysninger om vedkommende er utlevert og eventuelt hvilke per-
sonopplysninger som er utlevert. I tillegg har vedkommende innsynsrett i hvem mottakeren 
er eller hvilken kategori denne tilhører (for eksempel politi- og påtalemyndigheter eller til-
synsmyndigheter). 
b) vedkommende har rett til å få en bekreftelse på at den nasjonale tilsynsmyndighet har fo-
retatt alle nødvendige kontroller. 
                                                 
114 Gudmund Knudsen og Jan Fridthjof Bernt (2010). 
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Altså gir art. 17(1)(a) den registrerte rett til direkte innsyn i om opplysninger er utlevert, og 
hvilke opplysninger som eventuelt er utlevert. Den gir dermed ikke innsyn i samtlige opp-
lysninger som er registrert om vedkommende. Videre gir art. 17(1)(b) den registrerte rett til 
indirekte innsyn ved at den nasjonale tilsynsmyndighet foretar kontroll for å påse at per-
sonopplysningene er legitimt behandlet. 
I Politiregisterloven er innsynsrett regulert i § 49 første, andre og tredje ledd. I første ledd 
gis det rett til innsyn i opplysninger i den enkelte straffesak, men da etter reglene i Straf-
feprosessloven – altså en videreføring av gjeldende rett. 
I andre ledd gis det rett til innsyn, utenfor den enkelte straffesak, i hvilke opplysninger som 
er registrert om den registrerte. 
I tredje ledd gis det innsyn, både i og utenfor den enkelte straffesak, i om det er utlevert 
opplysninger om den registrerte, og eventuelt til hvem opplysningene er utlevert til. Den 
registrerte har også rett til innsyn i hvilke opplysninger som er utlevert. 
Men som nevnt kan innsynsrett ikke være ubegrenset og hensynet til effektiv kriminalitets-
bekjempelse tilsier at det gjøres unntak i innsynsretten. I rammebeslutningen art. 17(2) er 
det fastsatt valgfrie unntak fra innsynsretten. Listen er uttømmende da det ikke er benyttet 
noen formulering som kan tilsi at listen er noe annet enn uttømmende. Med «valgfrie» me-
nes i denne sammenheng at statene ikke er forpliktet til å gjennomføre unntakene, se art. 
17(2) som bruker formuleringen «Medlemsstatene kan vedta …». Denne «valgfrie» mulig-
heten har departementet benyttet seg av og regulert unntak i innsynsretten i Politiregister-
loven § 49 fjerde ledd. 
Etter § 49 fjerde ledd «… kan …» innsyn nektes: 
«… dersom det er nødvendig av hensyn til 
1. kriminalitetsbekjempelsen, 
2. nasjonal og offentlig sikkerhet, 
3. gjennomføring av strafferettslige reaksjoner, 
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4. vern av andre personer enn den registrerte, eller 
5. mottakerorganets lovpålagte kontrolloppgaver.». 
I nr. 1 gjøres det unntak av hensyn til kriminalitetsbekjempelse. Begrepet kriminalitetsbe-
kjempelse er derimot ikke definert uttømmende. Men som det fremgår av Politiregisterlo-
ven § 2 nr. 13 bokstav a, omfatter begrepet kriminalitetsbekjempelse blant annet forebyg-
ging og etterforskning. Det legges til grunn at også avdekking, rettslig forfølgning av 
straffbare handlinger og fullbyrdelse av strafferettslige sanksjoner omfattes av begrepet. 
Således gjennomfører nr. 1 unntaksmuligheten i rammebeslutningen art. 17(2)(b). 
Unntaket i nr. 2 (nasjonal og offentlig sikkerhet) er sammenfallende med unntaksmulighe-
ten i rammebeslutningen art. 17(2)(c-d). Men det kan argumenteres at disse hensynene om-
fattes at begrepet kriminalitetsbekjempelse. Således er nr. 2 i realiteten en unødvendig pre-
sisering, men kan på den annen side bidra til klarhet. Det kan også tenkes situasjoner hvor 
nasjonal eller offentlig sikkerhet tilsier unntak uten at dette nødvendigvis har sammenheng 
med kriminalitetsbekjempelse.115 
Unntaket i nr. 3 (gjennomføring av strafferettslige reaksjoner) er sammenfallende med unn-
taksmuligheten i rammebeslutningen art. 17(2)(b) om fullbyrdelse av strafferettslige sank-
sjoner. Derimot kan det også her argumenteres at dette omfattes av begrepet kriminalitets-
bekjempelse.116 Det er en viktig del av kriminalitetsbekjempelsen å påse at strafferettslige 
sanksjoner blir fullbyrdet. Det ville ha lite for seg å oppklare straffbare handlinger og gjen-
nomgå rettslige prosedyrer for å få pådømt forholdet, for deretter å ikke besørge fullbyrdel-
sen av den pådømte sanksjon. Således er § 49 fjerde ledd nr. 3 i realiteten også en unød-
vendig presisering. På den annen side kan det argumenteres at presiseringen bidrar til 
klarhet siden loven ikke har definert begrepet kriminalitetsbekjempelse uttømmende. 
Unntaket i nr. 4 (vern av andre personer enn den registrerte) er sammenfallende med deler 
av unntaksmuligheten i rammebeslutningen art. 17(2)(e). Det er unntak fra innsynsrett av 
                                                 
115 Ot.prp. nr. 108 (2008-2009) s. 212, første spalte, nederst. 
116 Ot.prp. nr. 108 (2008-2009) s. 212, første spalte, nederst. 
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hensyn til andres rettigheter og friheter som er gjennomført. Unntak av hensyn til den re-
gistrerte selv er derimot ikke gjennomført og er heller ikke begrunnet av departementet. 
Derimot er unntak av hensyn til den registrerte selv hjemlet i Personopplysningsloven § 23 
første ledd bokstav c og f og i Forvaltningsloven § 19 første ledd bokstav d, jf. Forvalt-
ningsloven § 19 andre ledd bokstav b. Da dette ikke er begrunnet av departementet, er det 
ikke godt å si hvilke motiver man har hatt for å ikke gi unntaksmulighet i slike tilfeller. 
Dette bør departementet se nærmere på og det antas at dette vil bli nærmere regulert i for-
skrift gitt i medhold av Politiregisterloven § 69. 
Unntaket i nr. 5 (mottakerorganets lovpålagte kontrolloppgaver) er sammenfallende med 
unntaksmuligheten i rammebeslutningen art. 17(2)(a) om at det kan gjøres unntak i inn-
synsretten for å unngå at det legges hindringer i veien for offisielle eller rettslige undersø-
kelser og prosedyrer. 
Til sammenligning er det i SIS-loven § 15 andre ledd også hjemlet unntak fra innsynsret-
ten. Der gis det unntakshjemmel dersom det kan «… skade gjennomføringen av det tiltaket det 
er anmodet om, eller dersom vernet av andre personer tilsier det. Innsyn skal alltid nektes i det tids-
rommet det er anmodet om observasjon.». Det er hensynet til kriminalitetsbekjempelse og 
hensynet til vern av andre personer som er vektlagt der. Unntak av hensyn til lovpålagte 
kontrolloppgaver, slik Politiregisterloven § 49 fjerde ledd nr. 5 åpner for, er ikke hjemlet i 
SIS-loven § 15 eller i SIS-forskriften117. Således går Politiregisterloven lengre i unntaks-
mulighet. For øvrig er unntaksbestemmelsen i SIS-loven § 15 sammenfallende med Politi-
registerloven § 49 fjerde ledd. Men sistnevnte bidrar i mye større utstrekning til klarhet og 
forutberegnelighet. Dette er positivt. 
Til atter sammenligning finner vi også tilsvarende unntak som rammebeslutningen art. 
17(2) gir adgang til, i Personopplysningsloven § 23, men da med bakgrunn i Personverndi-
rektivet art. 13. Men her er situasjonen det motsatte enn i forhold til SIS-loven – det vil si, 
Personopplysningsloven § 23 går lengre i unntaksmulighet enn Politiregisterloven § 49 
                                                 
117 Forskrift til lov om Schengen informasjonssystem (SIS-forskriften) 21. desember 2000 nr. 1365. 
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fjerde ledd – blant annet ved at § 23 gir unntaksmulighet av hensyn til «… forholdet til 
fremmede makter eller internasjonale organisasjoner.», og av hensyn til den registrerte selv. Det 
bemerkes for ordens skyld at Personopplysningsloven ikke gjelder for politiets behandling 
av opplysninger i straffesaker, se Personopplysningsforskriften § 1-3. 
Videre er det viktig å merke seg at rammebeslutningen art. 17(2) er unntak fra innsynsrett 
etter art. 17(1)(a). Det vil si unntak fra direkte innsynsrett. Den indirekte innsynsrett, som 
er hjemlet i art. 17(1)(b), er ikke unntatt. Med andre ord, har den registrerte uansett rett til å 
be tilsynsmyndigheten undersøke om alle nødvendige kontroller er blitt utført. Denne retten 
er sikret i Politiregisterloven § 59 første ledd. Det er også viktig å legge merke til § 59 and-
re ledd som viser til § 54 tredje ledd. Denne rettsregel innebærer at dersom det er begjært 
innsyn i opplysninger, men begjæringen ikke har blitt tatt til følge, skal tilsynsmyndigheten 
kontrollere at opplysningene om vedkommende er behandlet i samsvar med loven og at 
reglene om innsyn, herunder unntak, er fulgt. Tilsynsmyndigheten skal derimot begrunne 
avslaget om innsyn på en slik måte at det ikke tilkjennegis at det foreligger en registrering. 
Tilsvarende hjemmel finner vi i SIS-forskriften § 2-3. Som nevnt er dette er en praktisk 
viktig hjemmel for å verne om formålet med registreringen og behandlingen av personopp-
lysningene - for eksempel dersom en kriminell forsøker å finne ut om politiet har registrert 
opplysninger om vedkommendes kriminelle virksomhet. Altså trekker hensynet til krimina-
litetsbekjempelse det lengste strået i slike tilfeller. 
Det bemerkes for øvrig at tilsynsmyndigheten i Norge er Datatilsynet, se Politiregisterloven 
§ 58, med unntak av opplysninger som behandles av PST, hvor tilsynsmyndigheten ligger 
hos Stortingets kontrollutvalg for etterretnings-, overvåknings- og sikkerhetstjenesten (her-
etter «EOS-utvalget»). Dette organ utøver tilsyn i medhold av Politiregisterloven § 68 og 
lov om kontroll med hemmelige tjenester118. 
                                                 
118 Lov om kontroll med etterretnings-, overvåknings- og sikkerhetstjeneste (Lov om kontroll med hemmelige 
tjenester) 3. februar 1995 nr. 7. 
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4.4.1.2 Vurdering 
I Politiregisterloven § 49 tredje ledd gis det innsynsrett, både i og utenfor den enkelte straf-
fesak, i om det er utlevert opplysninger om vedkommende, og eventuelt til hvem opplys-
ningene er utlevert til. Vedkommende har også rett til innsyn i hvilke opplysninger som er 
utlevert. Tilsvarende innsynsrett er ikke hjemlet i gjeldende rett og er nødvendig for å kun-
ne gjennomføre rammebeslutningens forpliktelser. Ut fra rammebeslutningens ordlyd er 
dette også alt som er nødvendig å foreta for at rammebeslutningen art. 17 skal være gjen-
nomført i norsk rett. Tilsvarende konklusjon har også departementet kommet frem til i for-
arbeidene.119 
Således oppfyller Politiregisterloven § 49 tredje ledd isolert sett forpliktelsen i rammebe-
slutningen art. 17(1)(a-b) ved at «… minst følgende informasjon …» blir gitt innsyn i: 
• om det er utlevert opplysninger om den registrerte 
• hvem opplysningene er utlevert til 
• og hvilke opplysninger som er utlevert 
Den rettighet som gis i art. 17(1)(b) - om bekreftelse på at den nasjonale tilsynsmyndighet 
har foretatt alle nødvendige kontroller - er gjennomført i Politiregisterloven § 59. Denne 
indirekte form for innsyn er den eneste form for innsyn enkelte stater tilbyr i straffesaker. 
Dette følger av rammebeslutningens fortale avsnitt 29. 
Slik rammebeslutningen art. 17(1)(a-b) er formulert, innebærer den bare at den registrerte 
«minst» gis innsynsrett dersom personopplysninger om vedkommende er gjenstand for 
overføring eller rådighetsstillelse på annen måte. Det gis altså i utgangspunktet ikke inn-
synsrett dersom personopplysningene bare behandles nasjonalt. Således oppstiller art. 
17(1)(a-b) en minimumsrettighet. Derimot følger det av rammebeslutningen art. 1(5), jf. 
                                                 
119 Ot.prp. nr. 108 (2008-2009) s. 210, første spalte, øverst. 
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fortalens avsnitt 8 andre punktum at statene har rett til å gi høyere garantier enn det som er 
fastsatt i rammebeslutningen. 
Politiregisterloven § 49 gir rett til innsyn også i personopplysninger som kun er gjenstand 
for nasjonal behandling. Således går den lengre enn rammebeslutningen og gir en høyere 
garanti. Dette er positivt, da innsynsrett vil skape åpenhet om politiets behandling av per-
sonopplysninger og dermed bidra til å øke tilliten til deres arbeid. Dessuten vil innsynsret-
ten kunne øke kvaliteten på politiets behandling av personopplysninger og på denne måten 
bidra til å unngå senere klagesaker. For øvrig gir innsynsrett klart bedre personvern for den 
enkelte når man kombinerer innsynsretten med retten til retting, sperring og sletting av per-
sonopplysninger som er beheftet med feil eller mangler. 
 
4.4.1.3 Nærmere vurdering av innsynsrett 
Etter gjeldende rett har enhver som ber om det rett til innsyn i egne personopplysninger et-
ter Personopplysningsloven § 18 når det gjelder politiets forvaltningsvirksomhet og sivile 
gjøremål. 
Når det gjelder politiets registre, har enhver rett til å få vite om det er registrert opplysning-
er om han i Straffe- og Bøteregisteret og hva disse registreringene går ut på, se Straffere-
gistreringsloven § 2 tredje ledd, jf. § 3 tredje ledd, se Strafferegistreringsforskriften § 6 
femte ledd, jf. § 9 andre ledd. Innsynsretten etter Strafferegistreringsloven er derimot svært 
lite detaljert, og det meste av detaljreglene fremgår av rundskriv, instruks og ulovfestet rett. 
I den enkelte straffesak gis det innsyn i straffesaksdokumenter etter reglene i Straffepro-
sessloven §§ 28, 242, 242a, 264 og 267 avhengig av hvilket stadiet straffesaken har kom-
met til. 
I Straffeprosessloven er samtlige bestemmelser om innsynsrett knyttet til dokumentbegre-
pet og «sakens dokumenter». Spørsmålet er således hva som ligger i dette? Omfatter det bare 
fysiske dokumenter, og er det i så fall bare begrenset til dokumenter med tekstinnhold, eller 
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omfatter det alle slags lagringsmedier uavhengig av om det er tekst eller bilde, lyd etc.? Og 
videre, om det er nødvendig at dokumentene har blitt offisiell del av den enkelte straffesak, 
eller omfatter det for eksempel også opplysninger som er blitt innhentet i forbindelse med 
en annen straffesak, men som av ulike grunner ikke har blitt til sakens dokumenter. For ek-
sempel fordi påtalemyndigheten ikke har ønsket å benytte opplysningene som bevis.  
Dokumentbegrepet finner vi i flere steder i gjeldende rett. I Offentleglova120 § 4 første ledd 
er det gitt en definisjon hvor det heter at: 
«Med dokument er meint ei logisk avgrensa informasjonsmengd som er lagra på eit medium for 
seinare lesing, lytting, framsyning, overføring eller liknande.». 
Definisjonen er nøytral og omfatter både elektroniske og fysiske dokumenter. For øvrig 
omfattes også lyd og bilde/video, jf. formuleringen «… lytting, framsyning …».  
Innen strafferetten finner vi dokumentbegrepet definert i Straffeloven § 179 hvor det heter 
at: 
«Ved Dokument forstaaes i denne Lov enhver Gjenstand, som i Skrift eller paa anden Maade inde-
holder et Tilkjendegivende, der enten er af Betydning som Bevis for en Ret, en Forpligtelse eller en 
Befrielse fra en saadan eller fremtræder som bestemt til at tjene som Bevis.». 
Også ordlyden i § 179 omfatter både elektroniske og fysiske dokumenter, samt lyd og bil-
de/video, jf. formuleringen «… Skrift eller paa anden Maade …». I relasjon til § 179 kan det 
også vises til NOU 1985: 31 Datakriminalitet hvor Straffelovrådet uttalte at data som er 
lagret eller bearbeidet «… ved hjelp av EDB var dokument i relasjon til straffelovens § 179 
…».121 
Av rettspraksis vedrørende § 179 kan vises til Rt. 1977 s. 242 som illustrerer at dokument-
begrepet favner vidt: 
                                                 
120 Lov om rett til innsyn i dokumenter i offentleg verksemd (Offentleglova) 19. mai 2006 nr. 16. 
121 NOU 1985: 31 s. 11-12. 
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«Retten finner enstemmig at tiltalte må bli å straffe etter straffelovens § 182 første ledd. Bilens un-
derstellsnummer og registreringsnummer er bestemt til å tjene som bevis, og går følgelig inn un-
der dokumentbegrepet ifølge straffelovens § 179.».122 
Således er det klart at både elektroniske og fysiske dokumenter med tekst, lyd og bil-
de/video omfattes av dokumentbegrepet, både i og utenfor strafferetten. 
Spørsmålet videre er hva som skal anses som «sakens dokumenter», se for eksempel Straf-
feprosessloven § 242 første ledd. Spørsmålet er behandlet av Høyesterett flere ganger. 
Blant annet i Rt. 2007 s. 1435 er spørsmålet svært grundig behandlet. Saken gjaldt spørs-
målet om tiltalte i en straffesak hadde rett til innsyn i materiale fremskaffet ved kommuni-
kasjonskontroll i andre saker, dersom materialet inneholdt opplysninger som kunne være av 
interesse for avgjørelsen av hans sak. Høyesterett konkluderte med at tiltalte ikke hadde 
innsynsrett i dokumentene siden tiltaltes sak og den andre straffesak var prosessuelt to ulike 
saker. Påtalemyndigheten hadde ikke påberopt seg opplysningene som bevis i den aktuelle 
straffesak. 
I avsnitt 24 er det uttalt at: 
«… Det er vanlig ved vurderingen av hva som er «sakens dokumenter» å ta utgangspunkt i sakens 
dokumentfortegnelse. Denne er imidlertid ikke avgjørende. Også dokumenter som ikke er ført inn, 
kan være «sakens dokumenter».».123 
I avsnitt 33 er det uttalt at: 
« … Hvis et dokument er blitt frembrakt ved etterforskningen av saken, må det tilhøre «sakens do-
kumenter», selv om det ikke er blitt innført i dokumentfortegnelsen. Såfremt det ikke er tale om in-
terne arbeidsnotater (som for eksempel notater om tips fra publikum, tysteropplysninger mv.), kan 
                                                 
122 Rt. 1977 s. 242, s. 244, femte avsnitt. 
123 Rt. 2007 s. 1435, avsnitt 24. 
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politiet ikke avskjære tiltaltes innsynsrett ved å la være å journalføre dokumentet, jf. Rt-1993-
1121 og Rt-2004-1642.».124 
I avsnitt 37 er det uttalt at: 
«Min konklusjon er etter dette at «sakens dokumenter» i § 264 sikter til dokumenter som er blitt til 
eller fremkommet under etterforskningen av den sak tiltalen gjelder, slik at innsynsretten i utgangs-
punktet er begrenset til å gjelde slike dokumenter.».125 
Førstvoterendes uttalelser innebærer for det første at det ikke er nødvendig at dokumentene 
er blitt innført i dokumentfortegnelsen for å anses som «sakens dokumenter». For det andre 
innebærer uttalelsene at dersom opplysningene ikke er blitt til eller kommet til i forbindelse 
med etterforskningen av den aktuelle sak, og påtalemyndigheten heller ikke påberoper seg 
opplysningene, som for eksempel stammer fra en annen straffesak, som bevis i den aktuelle 
straffesak, vil den siktede/tiltalte ikke ha rett til innsyn i dokumentene og dermed opplys-
ningene. 
Det er også viktig å merke seg at Høyesterett i avsnitt 33 har uttalt at interne arbeidsnotater 
som for eksempel notater om tips fra publikum, tysteropplysninger, tjenestemenns egne no-
tater og lignende, ikke anses som «sakens dokumenter». Således har ikke den siktede/tiltalte 
rett til innsyn i disse, før de eventuelt påberopes som bevis og dermed blir gjort til «sakens 
dokumenter» av påtalemyndigheten. 
I Rt. 2008 s. 1575 var spørsmålet om tiltalte hadde rett til innsyn i dokumenter som PST 
hadde utarbeidet i sin egenskap av forvaltningsorgan. Dokumentene innehold sikkerhets-
rådgivning. Dokumentene var ikke overlevert politiet i forbindelse med den aktuelle straf-
fesak mot tiltalte. Høyesterett konkluderte med at dokumentene ikke kunne regnes som 
«sakens dokumenter» siden de stammet fra PSTs forvaltningsvirksomhet og siden de ikke 
var blitt påberopt som bevis og dermed gjort til «sakens dokumenter». 
                                                 
124 Rt. 2007 s. 1435, avsnitt 33. 
125 Rt. 2007 s. 1435, avsnitt 37. 
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Sammenfatningsvis innebærer dette at dokumentbegrepet er nøytralt og omfatter både 
elektroniske og fysiske dokumenter med tekst, lyd og bilder/video. Når det gjelder begrepet 
«sakens dokumenter», omfatter dette alle dokumenter (og dermed opplysninger) som er blitt 
til eller kommet til i forbindelse med den aktuelle straffesak, forutsatt at dokumentene 
(opplysningene) er blitt påberopt som bevis (blitt gjort til del av straffesaksdokumentene). 
Er det for eksempel foretatt kommunikasjonskontroll uten at disse har blitt påberopt som 
bevis i den aktuelle straffesak, vil den siktede/tiltalte ikke ha innsynsrett i disse opplys-
ningene etter reglene i Straffeprosessloven. Opplysninger som er blitt til i forbindelse med 
forvaltningsvirksomhet eller sivile gjøremål, anses heller ikke som «sakens dokumenter», så 
lenge de ikke er blitt gjort til del av den aktuelle straffesak. 
Etter dette er det klart at innsynsretten etter Straffeprosessloven er snever i den forstand at 
det bare gis innsyn i «sakens dokumenter» og således ikke i alle opplysninger som politiet 
måtte sitte på om vedkommende. Innsynsretten er derimot vid i den forstand at det også gis 
innsyn i opplysninger som ikke nødvendigvis bare angår vedkommende selv, men for ek-
sempel andre parter i saken siden opplysninger om disse også kan fremgå av «sakens doku-
menter». Dermed er hovedregelen etter gjeldende rett at man har rett til innsyn i straffe-
saksdokumenter, men rettsreglene rundt innsynsrett i straffesaksdokumenter er komplisert 
og vanskelig tilgjengelig som følge av at innsynsretten er knyttet opp mot dokumentbegre-
pet. Det skal også nevnes at det i de fleste avgjørelser i rettspraksis om dokumentbegrepet i 
Straffeprosessloven, har vært dissens. Blant annet var det dissens i nettopp Rt. 2007 s. 1435 
hvor annenvoterende mente at førstvoterende hadde trukket opp en for snever ramme rundt 
adgangen til å få innsyn i kommunikasjonskontrollmateriale fra en annen straffesak enn 
den aktuelle, som følge av at påtalemyndigheten ikke hadde påberopt seg innholde i disse 
som bevis.126 Annenvoterende vektla hensynet til å få saken tilstrekkelig opplyst. 127 Der-
imot har Politiregisterloven ikke til formål å fornye innsynsretten i Straffeprosessloven. 
                                                 
126 Rt. 2007 s. 1435, avsnitt 49. 
127 Rt. 2007 s. 1435, avsnitt 70. 
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Innsynsretten der er baserte på «… nøye avveining av … motstridende hensyn. Det er ingen for-
nuftig løsning å rokke ved disse reglene …».128 
Når det så gjelder politiets behandling av opplysninger utenfor den enkelte straffesak, men i 
forbindelse med politimessige formål, er dette fragmentarisk regulert i gjeldende rett, se 
Påtaleinstruksen § 11a-6 om innsynsrett i DNA-registeret, Strafferegistreringsloven § 2 
tredje ledd, jf. Strafferegistreringsforskriften § 6 femte ledd om innsynsrett i Strafferegiste-
ret, Strafferegistreringsloven § 3 tredje ledd, jf. Strafferegistreringsforskriften § 9 andre 
ledd om innsynsrett i Bøteregisteret, Forvaltningsloven §§ 18 flg. om innsynsrett generelt i 
sakens dokumenter, jf. Forvaltningsloven §§ 13 flg, jf. Strafferegistreringsloven § 8, jf. Po-
litiloven § 24 andre og fjerde ledd, jf. Påtaleinstruksen kap.3. Bare henvisning til bestem-
melsene kan gjøre at man mister oversikten. 
I den senere tid har flere bedt om innsyn i opplysninger om seg selv med henvisning til Per-
sonopplysningsloven og Offentleglova.129 Tanken har da vært at når spesialloven (for ek-
sempel Strafferegistreringsloven) ikke regulerer innsynsrett, må den generelle lov få an-
vendelse (for eksempel Offentleglova). Men Personopplysningsloven § 18, som inneholder 
detaljerte regler om innsynsrett, får derimot ikke anvendelse på politiets behandling av per-
sonopplysninger i straffesaker, se Personopplysningsloven § 23 første ledd bokstav b som 
uttrykkelig unntar opplysninger som av hensyn til forebygging, etterforskning, avsløring og 
rettslig forfølgning av straffbare handlinger, må hemmeligholdes. Det følger også av Per-
sonopplysningsforskriften § 1-3 at Personopplysningsloven ikke gjelder for saker som be-
handles etter rettspleielovene (Domstolloven130, Straffeprosessloven, Tvisteloven131 og 
Tvangsfullbyrdelsesloven132 mv.). Således gjelder innsynsretten etter Personopplysningslo-
ven § 18 bare for politiets forvaltningsvirksomhet og sivile gjøremål. Det lar seg gjøre å 
hjemle innsynsrett med grunnlag i Offentleglova siden det kun er opplysninger i den enkel-
                                                 
128 Ot.prp. nr. 108 (2008-2009) s. 209, første spalte, punkt 13.2.5. 
129 Ot.prp. nr. 108 (2008-2009) s. 210, første spalte, nederst. 
130 Lov om domstolene (Domstolloven) 13. august 1915 nr. 5. 
131 Lov om mekling og rettergang i sivile tvister (Tvisteloven) 17. juni 2005 nr. 90. 
132 Lov om tvangsfullbyrdelse (Tvangsfullbyrdelsesloven) 26. juni 1992 nr. 86. 
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te straffesak som er unntatt fra dens virkeområde, se § 2 fjerde ledd, men dette er ikke selv-
sagt. 
Som fremstillingen viser, er reglene om innsynsrett vedrørende politiets behandling av opp-
lysninger utenfor den enkelte straffesak, spredt, komplisert og vanskelig tilgjengelige. En 
slik rettstilstand er lite tilfredsstillende. Dette illustrerer behovet for positive rettsregler som 
gir innsynsrett i politiets behandling av opplysninger i straffesaker generelt, men utenfor 
den enkelte straffesak.133 
I Politiregisterloven er innsynsrett som nevnt regulert i § 49 første, andre og tredje ledd. 
Første ledd gir innsynsrett i opplysninger i den enkelte straffesak, men da etter reglene i 
Straffeprosessloven. 
I andre ledd gis den registrerte, utenfor den enkelte straffesak, innsynsrett i hvilke opplys-
ninger som er registrert «… om seg selv …». Altså knyttes ikke innsynsretten til dokument-
begrepet som i Straffeprosessloven og den registrerte har således rett til innsyn i samtlige 
opplysninger om seg selv. Dette er en endring, eller i alle fall en klargjøring av gjeldende 
rett i den forstand at det nå er vedtatt en positiv hjemmel som gir rett til innsyn slik at man 
ikke behøver å måtte gå veien om Offentleglova eller annen lovgivning for å få rett til inn-
syn. Departementets syn på dette punkt er at «… I forhold til gjeldende rett vil forslaget inne-
bære en viss utvidelse hva gjelder retten til å få innsyn i egne personopplysninger, noe som særlig 
gjelder utenfor straffesaksbehandling …».134 
Derimot kan innsyn nektes av hensyn til kriminalitetsbekjempelse, nasjonal og offentlig 
sikkerhet, gjennomføring av strafferettslige reaksjoner, vern av andre personer enn den re-
gistrerte eller mottakerorganets lovpålagte kontrolloppgaver, se § 49 fjerde ledd, se punkt 
4.4.1.1 i oppgaven. Det er også mulighet for tilsvarende unntak i Straffeprosessloven § 
242a første ledd bokstav a-d, i tillegg til at unntak der også kan gjøres av hensyn til å ivare-
ta skjult identitet for hemmelige spanere (undercover tjenestemenn), av hensyn til ivareta-
                                                 
133 Ot.prp. nr. 108 (2008-2009) s. 210, første spalte, nederst. 
134 Ot.prp. nr. 108 (2008-2009) s. 210, første spalte, nederst. 
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kelse av politiets metodebruk og av hensyn til samarbeidet med utenlandske myndigheter. 
Men unntakene i § 242a første ledd bokstav b-d er underlagt nærmere begrensninger i § 
242a andre ledd. Noen tilsvarende begrensning er ikke oppstilt i Politiregisterloven § 49. 
Når unntaksmulighetene i § 49 fjerde ledd tas i betraktning, innebærer Politiregisterloven 
§ 49 andre ledd ingen vesentlig endring i gjeldende rett, men heller videreføring av den 
med tanke på innsynsrettens omfang. Derimot endres gjeldende rett slik at det nå er vedtatt 
en positiv hjemmel som gir rett til innsyn og man behøver ikke lenger å måtte gå veien om 
Offentleglova eller annen lovgivning for å få rett til innsyn. Videre endres gjeldende rett 
med tanke på kontrollrutiner gjennom tilsynsadgang. Se punkt 4.8 i oppgaven vedrørende 
tilsyn. 
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4.4.2 Saksbehandlingsregler ved innsyn 
Saksbehandlingsreglene ved innsyn er regulert i Politiregisterloven § 54. Reglene gjelder 
for øvrig også for retting, sperring og sletting av opplysninger. 
Det fremgår av § 54 første ledd at begjæring om innsyn (retting, sperring og sletting) skal 
fremsettes skriftlig til politi- eller påtalemyndigheten. I begjæringen skal det angis hvilke 
behandlinger den gjelder, det vil si at det må opplyses hvilket register eller sak begjæringen 
gjelder. Skulle begjæringen omfatte flere registre eller saker, må politiet behandle begjæ-
ringen likevel. Den som begjærer innsyn må identifisere seg på en «tilstrekkelig» måte. 
Hvilke former for identifikasjon som anses som tilstrekkelig, vil bli nærmere regulert i for-
skrift til loven, se Politiregisterloven § 69 første ledd nr. 12 bokstav d. 
Det er den «behandlingsansvarlige» som avgjør om begjæringen skal tas til følge, og må påse 
at det kun er personopplysninger om den som har fremsatt begjæringen som rettes, sperres, 
slettes eller det gis innsyn i. Således er innsynsretten en personlig rettighet. Det vil si at den 
ikke kan utøves av andre, med unntak av fullmektiger som handler på vegne av vedkom-
mende. I så fall må det formodentlig fremvises en skriftlig fullmakt, eller vedkommende 
må inneha fullmakt i kraft av sin stilling, for eksempel en advokat eller advokatfullmektig. 
Det antas at også dette vil bli nærmere regulert i forskrift, jf. Politiregisterloven § 69 første 
ledd nr. 14. 
«Behandlingsansvarlig» er definert i Politiregisterloven § 2 nr. 4 som «den som etter lov eller 
forskrift alene eller sammen med andre bestemmer formålet med behandlingen og hvilke hjelpe-
midler som skal brukes». I Personverndirektivet er det gitt en tilsvarende definisjon i art. 
2(d), men denne er knyttet til begrepet «den registeransvarlige». Det er således forsvarlig å 
legge til grunn at en «behandlingsansvarlig» er «den registeransvarlige». Hvem som vil bli ut-
pekt som «behandlingsansvarlig» for de ulike registre, vil bli nærmere regulert i forskrift, se 
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Politiregisterloven § 69 første ledd nr. 7. Oversikten vil bli tilgjengeliggjort gjennom Data-
tilsynet slik at den enkelte kan få oversikt over hvor eventuelle henvendelser skal rettes.135 
I henhold til § 54 andre ledd, skal den behandlingsansvarlige besvare en skriftlig begjæring 
snarest mulig, men senest innen 30 dager. Dersom begjæringen tas til følge, skal opplys-
ningene gis skriftlig, med mindre Kongen bestemmer noe annet for den enkelte behandling. 
Hvordan innsyn gis er av mindre betydning. Det avgjørende er om det gis innsyn eller ikke, 
men dette vil bli nærmere regulert gjennom forskrift, se Politiregisterloven § 69 første ledd 
nr. 14 og nr. 15. 
Det følger av § 54 tredje ledd at dersom begjæringen ikke tas til følge, skal det gis en be-
grunnelse som ikke tilkjennegir at det foreligger en registrering. Dette er en praktisk viktig 
hjemmel da den kan bidra til å sikre formålet med registreringen og behandlingen av opp-
lysningene. For eksempel dersom en kriminell begjærer innsyn i egne opplysninger, vil det 
kunne skade en eventuell etterforskning dersom vedkommende gis innsyn i at politiet har 
registrert opplysninger om vedkommendes kriminelle virksomhet. Således vil det være rik-
tig, av hensyn til kriminalitetsbekjempelse, at den registrerte ikke blir gjort kjent med om 
det foreligger noen registrering overhodet. 
                                                 
135 Ot.prp. nr. 108 (2008-2009) s. 43, punkt 5.2.1, andre spalte, første avsnitt. 
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4.5 Utlevering av opplysninger 
Utlevering av opplysninger er et viktig ledd i politiets kriminalitetsbekjempende virksom-
het. Spesielt ved etterforskning og forebygging av straffbare handlinger, men også for å 
verne samfunnet mot trusler. 
Utlevering av personopplysninger er ansett som behandling av personopplysninger, jf. 
rammebeslutningen art. 2(b), Politiregisterloven § 2 nr. 2, Personverndirektivet art. 2(b) 
og Personopplysningsloven § 2 nr. 2. Således, for at politiet legitimt skal kunne utlevere 
personopplysninger, forutsetter prinsippet om formålsbestemthet at den sekundære bruk av 
opplysningene ikke er uforenelig med det opprinnelige innsamlingsformålet. 
I forbindelse med utlevering av personopplysninger er det viktig å huske de innfortolkede 
krav om klarhet og forutberegnelighet i EMK art. 8 når offentlige myndigheter gjør inngrep 
i borgernes privatliv. Videre krever EMK art. 8 at selve utleveringen er nødvendig i et de-
mokratisk samfunn og dessuten at utleveringen må tjene mint ett av flere legitime formål 
som er opplistet i bestemmelsen. 
I rammebeslutningen er reglene om utlevering slått fast i art. 11, 13 og 14. Den generelle 
taushetsbestemmelse finner vi i art. 21. 
Rammebeslutningen art. 11, 13 og 14 gjelder etter sin ordlyd bare for personopplysninger 
som blir utlevert eller som blir tilgjengeliggjort på annen måte mellom statene. Men tanken 
er at den standard som her er lagt til grunn, også skal vektlegges ved utlevering av person-
opplysninger nasjonalt for på denne måten å fremme utveksling av personopplysninger 
mellom statene, jf. rammebeslutningens fortale avsnitt 8 første punktum. 
Art. 11 er en generell bestemmelse som regulerer, til hvilke formål mottatte personopplys-
ninger kan brukes til. Indirekte gir bestemmelsen hjemmel for utlevering av personopplys-
ninger, da utlevering er en form for behandling av personopplysninger, se art. 2(b). Be-
stemmelsen hjemler også at personopplysninger kan brukes og utleveres til historiske, 
 96
statistiske og vitenskapelige formål dersom mottakerstaten gir garantier for at personopp-
lysningene vil bli anonymisert. 
Art. 13 regulerer utlevering av mottatte personopplysninger til tredjeland eller internasjona-
le organisasjoner. Formuleringen «tredjeland» kan tolkes som land utenfor EU og Scheng-
en-samarbeidet og dermed land som ikke har sluttet seg til rammebeslutningen, men det 
kan også tolkes som «den tredje medlemsstat». Men det følger av sammenhengen og flere ut-
talelser i forarbeidene til Politiregisterloven at det siktes til land utenfor EU og Schengen-
samarbeidet og dermed land som ikke har sluttet seg til rammebeslutningen.136 Det antas at 
tredjestater kan ha dårlig personvernlovgivning, da land i EU og Schengen-samarbeidet har 
forpliktet seg til å gjennomføre rammebeslutningens krav, men dette kan ikke gjelde alle 
tredjestater. For eksempel har Australia og New Zealand neppe dårlig personvernlovgiv-
ning. 
Art. 14 regulerer utlevering av mottatte personopplysninger til private. 
Altså er rammebeslutningens regler vedrørende utlevering utformet etter hvem som er mot-
taker av personopplysningene. I Politiregisterloven har man derimot valgt en annen frem-
gangsmåte, nemlig at formålet med utleveringen er avgjørende for hvilket regelsett som 
skal komme til anvendelse. I loven har reglene om taushetsplikt og utlevering blitt slått 
sammen på en slik måte at utgangspunktet er at politiet har taushetsplikt, men at utlevering 
kan finne sted «… dersom det er adgang til dette etter reglene om taushetsplikt i kapittel 6, og vil-
kårene for utlevering i § 8 annet ledd og § 20 er oppfylt for opplysninger som der nevnt.», se § 19. 
I forbindelse med utlevering av personopplysninger etter Politiregisterloven er det enkelte 
viktige bestemmelser som må nevnes: 
I § 8 andre ledd gis anvisning på at opplysninger skal underlegges kontroll for å avklare om 
kravene til formålsbestemthet, nødvendighet og relevans er oppfylt, og at man i forbindelse 
                                                 
136 Ot.prp. nr. 108 (2008-2009) s. 133, andre spalte, punkt 11.13.2, s. 105, første spalte, s. 134, øverst andre 
spalte og s. 311, første spalte, andre avsnitt. 
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med denne kontrollen kan foreta utlevering av opplysninger dersom dette er nødvendig for 
kontrollen. 
I § 20 er det gitt særlige regler for utlevering av ikke-verifiserte opplysninger. Utgangs-
punktet er at slike opplysninger «… så vidt mulig ...» skal verifiseres før de utleveres, men 
dersom de utleveres uten at de er verifisert, bør mottakeren gjøres oppmerksom på dette. 
I § 21 reguleres tilgangen til opplysninger innad i politiet i den utstrekning det er tjeneste-
messig behov for det, og formålet omfattes av Politiregisterloven. 
I § 22 reguleres adgangen til utlevering av opplysninger til utlandet. 
Politiregisterloven kap.6 innledes med en generell bestemmelse om taushetsplikt i § 23. 
Deretter følger loven på med ikke mindre enn 11 bestemmelser som gjør unntak fra taus-
hetsplikten, se §§ 24-34. Bakgrunnen for dette er som nevnt at reglene om taushetsplikt i 
Politiregisterloven er avhengig av formålet med utleveringen av opplysningene. Etter gjel-
dende rett har politiet taushetsplikt etter Strafferegistrerings-, Straffeprosess- og Politilo-
ven, samt Strafferegistreringsforskriften og Påtaleinstruksen. Hvilken av disse som kommer 
til anvendelse avhenger av hvor opplysningene blir utlevert fra. Skjer utlevering fra politi-
ets registre, gjelder Strafferegistreringsloven. Skjer utlevering fra politiets, politimessige 
virksomhet, gjelder Politiloven og skjer utlevering i forbindelse med den enkelte straffesak, 
gjelder Straffeprosessloven. 
Et av målene med Politiregisterloven er å samle alle regler om taushetsplikt i politiet til en 
lov.137 Når loven er trer i kraft, vil reglene om taushetsplikt i de nevnte lover samtidig opp-
heves. Strafferegistreringsloven oppheves for øvrig i sin helhet. 
I det følgende behandles ikke samtlige unntak fra reglene om taushetsplikt i kap.6, men kun 
§§ 26, 27 fjerde ledd, 30 og 31 som er de mest sentrale. I den utstrekning det er behov for 
det og av hensyn til sammenhengen, vil også de øvrige bli nevnt. 
                                                 
137 Ot.prp. nr. 108 (2008-2009) s. 11, punkt 1.1, andre spalte, s. 17, punkt 1.7.1, første spalte, s. 103, andre 
spalte, s. 104, punkt 11.3.3, første spalte. 
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Som følge av at rammebeslutningen og Politiregisterloven har to forskjellige modeller når 
det gjelder adgangen til utlevering av opplysninger, vil det ikke være mulig å sammenligne 
rettsreglene direkte. I stedet vil oppgaven forsøke å fremheve de viktigste likheter og ulik-
heter, og der Politiregisterloven ikke oppfyller rammebeslutningens krav, vil dette bli på-
pekt. 
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4.5.1 Utlevering av opplysninger i utvalgte tilfeller 
4.5.1.1 § 26 – Ulevering i den enkelte straffesak 
Unntaket i § 26 gjelder både nasjonalt og internasjonalt. Leses bestemmelsen alene, åpner 
den for at opplysninger kan brukes nasjonalt i den enkelte straffesak uten hinder for taus-
hetsplikt. Men dersom bestemmelsen leses i lys av § 22 om utlevering av opplysninger til 
utlandet, vil bestemmelsens internasjonale aspekt vise seg. I § 22 åpnes det for at opplys-
ninger kan utleveres til utenlandske myndigheter til de formål som er nevnt i § 26, altså i 
forbindelse med den enkelte straffesak, men også til etterforskning, saksforberedelse, av-
gjørelse, gjennomføring av avgjørelsen, oppfølgning og kontroll. 
Dette er i samsvar med rammebeslutningens intensjon, se art. 1(1), jf. fortalens avsnitt 5 og 
7, samt art. 13(1)(a) og (b). 
 
4.5.1.2 § 27 fjerde ledd – Utlevering av ikke-verifiserte opplysninger 
Bestemmelsen lyder som følger: 
«Taushetsplikten er heller ikke til hinder for at opplysningene utleveres, dersom det er nødvendig 
for å verifisere opplysningene.». 
Bestemmelsen gir altså politiet hjemmel til å foreta utlevering av opplysninger med det 
formål å verifisere dem. De særlige regler om utlevering av ikke-verifiserte opplysninger er 
for øvrig regulert i Politiregisterloven § 20. Der reguleres utleveringsformen (muntlig og 
skriftlig), samt pliktene som påhviler ved utlevering med dette formål. Nærmere detaljreg-
ler antas å bli gitt i forskrift, se Politiregisterloven § 69. 
Rammebeslutningen har ingen bestemmelser som uttrykkelig regulerer utlevering eller an-
nen behandling av ikke-verifiserte opplysninger. Derimot kan det anføres at dette er under-
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forstått og er en nødvendighet for at politiet skal kunne forebygge, etterforske, avdekke el-
ler rettsforfølge straffbare handlinger eller fullbyrde strafferettslige sanksjoner. 
Således må adgangen til å kunne utlevere opplysninger for å få dem verifisert kunne sies å 
være i samsvar med art. 13(1)(a) og (b). 
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4.5.1.3 § 30 – Utlevering til offentlige organer i deres interesse 
Når det gjelder utlevering av personopplysninger til offentlige organer, er det rammebe-
slutningen art. 11(1)(b) som er av nærmere interesse. Bestemmelsen lyder som følger: 
 
«Personopplysninger som mottas fra eller stilles til rådighet av en annen medlemsstats … kan … 
kun viderebehandles for følgende formål, utover dem de ble overført eller stilt til rådighet for: … 
for andre rettslige og administrative prosedyrer som er direkte knyttet til forebygging, etterforsk-
ning, avdekking eller rettsforfølgning av straffbare handlinger eller fullbyrdelse av strafferettslige 
sanksjoner,» 
Politiets adgang til å utlevere opplysninger til offentlige organer er i første rekke begrunnet 
med hensynet til kontroll- og tilsynsoppgaver. For eksempel for å undersøke om det har fo-
rekommet ulovligheter som kan straffeforfølges. For øvrig ligger det i kortene at opplys-
ninger som politiet sitter inne med kan ha avgjørende betydning for søknader av ymse slag. 
For eksempel kan tenkes at NAV har behov for opplysninger for å kunne undersøke om en 
person har fått urettmessige ytelser eller for å avgjøre en søknad om ytelser. Skulle NAV 
gjennom sin kontroll oppdage straffbare forhold, vil Arbeids- og velferdsdirektoratet kunne 
anmelde dette til politiet og begjære påtale, se Folketrygdloven § 25-12 tredje ledd. Eller 
for eksempel kan tenkes at Utlendingsdirektoratet (UDI) har behov for opplysninger for å 
kunne undersøke om en person som har søkt om asyl, tidligere har fått sin sak behandlet 
under en annen identitet eller opplysningene kan bidra til å avklare om det foreligger pro-
forma ekteskap eller om vedkommende har avgitt avvikende forklaringer til henholdsvis 
politiet og UDI. 
Altså kan og vil utlevering av personopplysninger fra politiet ofte være nødvendig for at 
mottakerorganet skal kunne utføre sine lovpålagte oppgaver på en forsvarlig måte. I Politi-
registerloven § 30 første ledd gjøres således unntak fra taushetsplikten dersom det er nød-
vendig å utlevere opplysninger for å fremme mottakerorganets lovpålagte oppgaver eller 
for å hindre at oppgavene blir utført på en uforsvarlig måte. I andre ledd gis Kongen kom-
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petanse til å gi forskrift hvor nærmere regler om utlevering til offentlige organer vil regule-
res. 
Således må det kunne konkluderes med at Politiregisterloven § 30 er i samsvar med art. 
11(1)(b). 
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4.5.1.4 § 31 – Utlevering til private i deres interesse 
Utlevering av personopplysninger til private er regulert i rammebeslutningen art. 14. Etter 
denne kan utlevering til private skje forutsatt at den stat som opprinnelig overførte eller 
stilte til rådighet opplysningene, samtykker til utleveringen og utleveringen ikke er til hin-
der for den registrertes legitime interesser. Dersom samtykket ikke foreligger, kan utleve-
ring bare finne sted dersom vilkårene i art. 14(1)(c)(i-iv) er oppfylt. Vilkårene er i så fall at 
den private skal kunne: 
i. uføre en oppgave den er pålagt ved lov, 
ii. forebygge, etterforske, avdekke eller rettsforfølge straffbare handlinger eller full-
byrde strafferettslige sanksjoner, 
iii. avverge en overhengende og alvorlig trussel mot offentlig sikkerhet eller 
iv. forhindre alvorlig krenkelse av enkeltpersoners rettigheter. 
Det påpekes at statene står fritt til å utlevere personopplysninger som har sitt opphav nasjo-
nalt, men det er når opplysningene har sitt opphav fra andre stater, altså er overført eller 
stilt til rådighet på annen måte, at reglene i art. 14 kommer til anvendelse. 
I Politiregisterloven § 31 er det gitt adgang til utlevering av opplysninger til private gene-
relt. Den første forskjell mellom art. 14 og § 31 er at sistnevnte ikke oppstiller som vilkår 
for utlevering at det må foreligge samtykke fra den stat som opprinnelig overførte eller stil-
te til rådighet opplysningene. Dernest, som en naturlig følge av ordlyden, oppstiller § 31 
heller ikke opp hvilke vilkår som må være oppfylt for at utlevering av opplysninger skal 
kunne finne sted dersom samtykket ikke foreligger slik art. 14(1)(c)(i-iv) gjør. 
For øvrig gjennomfører ikke § 31, kravet i art. 14(2) som krever at statene gir rettsregler 
som innebærer at den kompetente myndighet ved utlevering av personopplysninger til pri-
vate, skal informere den private om hvilke formål opplysningene utelukkende kan brukes 
til. Det er fortsatt personopplysninger som har sitt opphav fra andre stater det siktes til. 
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Politiregisterloven § 31 gir generell anvisning på at utlevering kan finne sted dersom det er 
nødvendig for å fremme den privates lovpålagte oppgaver eller for å hindre at virksomhe-
ten blir utøvd på en uforsvarlig måte. Det skilles ikke mellom opplysninger som er overført 
eller stilt til rådighet på annen måte fra andre stater, og opplysninger som har sitt opphav 
nasjonalt. Videre hoppes det bukk over samtykkekravet og de viktigste unntakene dersom 
samtykket ikke foreligger: som er å avverge en overhengende og alvorlig trussel mot of-
fentlig sikkerhet, forhindre alvorlig krenkelse av enkeltpersoners rettigheter og gjøre den 
private i stand til å forebygge, etterforske, avdekke eller rettsforfølge straffbare handlinger. 
For eksempel nevnes et privat forsikringsselskap som ønsker å etterforske, avdekke og 
eventuelt rettsforfølge mulig forsikringssvindel. Etter ordlyden i § 31 vil det ikke være ad-
gang for politiet til å utlevere personopplysninger til forsikringsselskapet eller andre i slike 
tilfeller. Det er bare dersom den private i lov har blitt pålagt slike oppgaver at utlevering 
kan finne sted. Alternativet «… hindre at virksomheten blir utøvd på en uforsvarlig måte.», er 
ikke særlig aktuell i forhold til det ovenfor nevnte eksempel. Dette innebærer at forsik-
ringsselskapet må anmelde saken til politiet for å avklare om det eventuelt foreligger straff-
bare forhold i saken. Selskapet kan med andre ord ikke forberede sin egen sak og deretter 
overlevere saken til politiet for påtale. I § 31 tredje ledd siste punktum er det riktignok åp-
net for at Kongen gir forskrift om utlevering av opplysninger fra avsluttede straffesaker av 
hensyn til tungtveiende private eller offentlige interesser. På denne måten kan det tenkes at 
det åpnes for at forsikringsselskapet i vårt eksempel kan få utlevert opplysninger om tidli-
gere straffesaker vedrørende forsikringssvindel og på denne måten kan vurdere pålitelighe-
ten av opplysninger avgitt av sin forsikringskunde/den registrerte i forbindelse med en ver-
serende sak. Men om slike private interesser kan sies å være «tungtveiende», kan diskuteres 
og er heller tvilsomt. 
Etter dette ser vi at § 31 ikke gjennomfører forpliktelsene som er påtatt gjennom art. 14 på 
en tilstrekkelig måte. Det er kun deler av art. 14 som er gjennomført ved § 31. Bestemmel-
sen bør endres slik at samtykkekravet og samtlige unntak uttrykkelig fremkommer. Også 
opplysningsplikten bør fremkomme uttrykkelig slik art. 14(2) krever. Det antas at det vil bli 
gitt nærmere regler om dette i forskrift slik at kravene i art. 14 blir gjennomført i norsk rett. 
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4.5.1.5 En kort bemerkelse om formuleringen «i deres interesse» i lovens §§ 
30 og 31 
I Politiregisterloven §§ 30 og 31 brukes formuleringen «i deres interesse». Dette er en viktig 
formulering å merke seg. Grunnen er at dersom politiet utleverer personopplysninger i egen 
interesse og ikke «i deres interesse», er det andre bestemmelser som kommer til anvendelse. 
For eksempel dersom det utleveres personopplysninger til et forsikringsselskap for å avver-
ge en straffbar handling, kan det argumenteres for at dette skjer i politiets egen interesse, 
selv om forsikringsselskapet gjennom utleveringen unngår å tape penger som følge av for-
sikringssvindel. Grunnen for at en slik utlevering kan sies å ha skjedd i politiets egen inter-
esse er at politiet har som oppgave å avverge straffbare handlinger, se Politiloven § 2 nr. 2 
og nr. 3. I det gitte eksempel ville utleveringen måtte hjemles i Politiregisterloven § 27 som 
regulerer adgangen til utlevering av opplysninger ved avvergende og forebyggende virk-
somhet, i stedet for § 31 som regulerer adgangen til utlevering av opplysninger til private «i 
deres interesse». 
Denne nyanseringen er mulig som følge av at Politiregisterloven vektlegger formålet med 
utleveringen for å avgjøre hvilke bestemmelser om unntak fra taushetsplikt som skal kom-
me til anvendelse. I rammebeslutningen er det derimot hvem som er mottaker som er det 
avgjørende. Som følge av at Politiregisterloven og rammebeslutningen på dette punkt byg-
ger på to forskjellige modeller, er det vanskelig å foreta noen sammenligning. Derimot kan 
det anføres at den modell som er valgt for Politiregisterloven er mer fleksibel. Se eksemplet 
overfor. På den annen side kan modellen misbrukes ved at den virkelig kreative behand-
lingsansvarlig i praksis kan utlevere personopplysninger som etter rammebeslutningens 
modell ikke ville kunne utleveres. 
Det skal ikke ses bort fra at formuleringen «i deres interesse» i årene fremover vil kunne 
danne grunnlag for flere rettsavgjørelser hvor Høyesterett vil måtte utpensle hva som skal 
legges i den. 
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4.5.1.6 Nærmere om utlevering av opplysninger til tredjeland 
Som følge av at Politiregisterloven ikke skiller mellom hvem som er mottaker av opplys-
ninger, men heller formålet med utleveringen, skiller den heller ikke mellom EU-stater, 
Schengen-stater og tredjeland, se ordlyden i Politiregisterloven § 22 hvor den nøytrale for-
muleringen «utenlandske myndigheter» blir brukt konsekvent. 
Dette er viktig å merke seg da det følger av § 22 andre ledd at det også er adgang til utleve-
ring av opplysninger til utenlandske myndigheter som har egne bilaterale eller multilaterale 
avtaler med Norge, altså stater som ikke er del av EU eller Schengen, da disse fanges opp 
av § 22 første ledd. Grunnen til at dette er et viktig poeng å merke seg er at rammebeslut-
ningen art. 13(1)(d) oppstiller en viktig skranke for utlevering av personopplysninger til 
«tredjeland», nemlig at det aktuelle mottakerlandet må sørge for en tilstrekkelig grad av be-
skyttelse av personopplysninger. Dersom mottakerlandet ikke besørger dette, er utlevering i 
utgangspunktet avskåret hvis ikke noen av unntakene i art. 13(3) får anvendelse. Unntakene 
er at tredjelandet gir sikkerhetsgarantier som er tilstrekkelig i den konkrete sak (b), eller at 
utlevering skjer av hensyn til den registrertes spesifikke legitime interesser (a)(i) eller at 
tungtveiende legitime interesser, særlig viktige offentlige interesser tilsier utlevering (a)(ii). 
I art. 13(4) gis en nærmere regulering av hva som skal vektlegges i vurderingen av om det 
foreligger tilstrekkelig grad av beskyttelse slik art. 13(1)(d) krever. 
Til sammenligning oppstilles ikke en slik viktig skranke og unntak i Politiregisterloven 
§ 22. Således kan utlevering av personopplysninger i henhold til § 22 skje selv om tredje-
landet ikke har en tilstrekkelig grad av beskyttelse av personopplysninger, og heller ikke 
gir behandlingsansvarlig i Norge, sikkerhetsgarantier i den konkrete sak. 
Etter dette ser vi at Politiregisterloven § 22 ikke gjennomfører forpliktelsene som er påtatt 
gjennom art. 13(1)(d). Slik bestemmelsen er formulert, risikerer Norge å krenke samarbei-
det overfor EU- og Schengen-stater. For øvrig er risikoen at Kommisjonen ikke blir tilfreds 
med Norges implementering av rammebeslutningens forpliktelser på dette punkt. Dette vil 
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kunne få konsekvenser som beskrevet i oppgavens punkt 3. Det antas derimot at det vil bli 
gitt nærmere regler om dette i forskrift slik at kravene i art. 13(1)(d) blir gjennomført i 
norsk rett. 
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4.5.1.7 Utenlandske myndigheters direkte tilgang til opplysninger 
Rammebeslutningen art. 11, 13 og 14 likestiller utlevering og tilgjengeliggjøring av per-
sonopplysninger på annen måte, jf. innledningsordene i nevnte artikler. 
I Politiregisterloven § 21 første ledd er det fastsatt at «Tjenestemenn i politiet og påtalemyn-
digheten kan gis tilgang (rett til direkte søk) til opplysninger ... i den utstrekning det er et tjeneste-
messig behov, og det er til formål som omfattes av denne loven.». 
Men i § 22 første ledd som gir hjemmel for utlevering av opplysninger til utenlandske 
myndigheter, er ikke dette direkte regulert. Her er det bare utlevering som omtales. I § 22 
andre ledd reguleres derimot rådighetsstillelse av opplysninger på annen måte. Det er klart 
at direkte tilgang til personopplysninger er rådighetsstillelse på annen måte da dette er en 
form for behandling av personopplysninger, se rammebeslutningen art. 2(b), jf. Politire-
gisterloven § 2 nr. 2. 
§ 22 andre ledd lyder som følger: 
«Opplysninger kan for øvrig utleveres til eller på annen måte gjøres tilgjengelig for utenlandske 
myndigheter når dette følger av lov eller konvensjon eller avtale som er bindende for Norge, eller 
av avtale inngått mellom norske og andre nordiske myndigheter.». 
Alternativet «… når dette følger av lov eller konvensjon eller avtale som er bindende for Norge 
...» omfatter etter sin ordlyd også rammebeslutningen da den er en avtale mellom Norge og 
EU, i forhold til Schengen-samarbeidet, se avsnitt 45 i fortalen som uttrykkelig sier at 
rammebeslutningen utgjør en videreutvikling av bestemmelsene i Schengen regelverket. 
Men alternativet omfatter også adgangen til å gi direkte tilgang til såkalte «tredjeland», altså 
stater som er utenfor EU og Schengen-samarbeidet. Eksempel på slike avtaler kan være bi-
laterale eller multilaterale avtaler med andre stater, for eksempel Prüm-avtalen som Norge 
har inngått med EU. Prüm-avtalen gir Norge rett til å inngå avtaler med hver enkel EU-stat 
om direkte søk i EU-statenes politiregistre, for eksempel DNA-registre. Det kan for eksem-
pel tenkes at Norge inngår tilsvarende avtaler med stater utenfor EU.  
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Politiregisterloven § 22 andre ledd er således en hjemmel som styrker politiets mulighet til 
å bekjempe kriminalitet. Men samtidig er det en hjemmel som kan bidra til svekket person-
vern dersom norske myndigheter ikke stiller krav til tredjeland med tanke på besørgelse av 
en tilstrekkelig grad av beskyttelse av personopplysninger. Dersom tredjelandet ikke besør-
ger dette, er utlevering som tidligere nevnt i utgangspunktet avskåret hvis ikke noen av 
unntakene i art. 13(3) får anvendelse. Temaet er nærmere behandlet i oppgavens avsnitt 
4.5.1.6. 
Et illustrerende eksempel: 
Norsk politi mottar personopplysninger fra Tyskland. Disse opplysningene blir registrert i 
norske politiregistre. Et tredjeland som Norge har inngått bilaterale avtaler med får tilgang 
til direkte søk i de norske politiregistre og finner personopplysningene som har sitt opphav 
i Tyskland. Dette er ikke problematisk forutsatt at tredjelandet besørger en tilstrekkelig 
grad av beskyttelse av personopplysningene. I motsatt fall vil denne tilgjengeliggjøringen 
fra norsk side være i strid med rammebeslutningen art. 13(1)(d) hvis ikke unntakene i art. 
13(3) får anvendelse. 
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4.6 Retting, sperring og sletting av opplysninger 
Reglene om retting, sperring og sletting av personopplysninger er regulert i rammebeslut-
ningen art. 4, 5, 8(2), 9 og 18. For å øke kvaliteten av opplysningene som politiet behandler 
og sørge for at de er så korrekte og oppdaterte som mulig, er det naturlig at det gis adgang 
til å foreta retting av opplysninger. Dersom det ikke lar seg gjøre å rette opplysningene, bør 
det være adgang til å sperre opplysningene, og i siste instans adgang til å slette dem. Såle-
des henger disse viktige rettighetene sammen med reglene om innsynsrett, se art. 17. 
Reglene om retting, sperring og sletting finner vi i Politiregisterloven §§ 50, 51, 52, 53. I 
tillegg inneholder § 54 saksbehandlingsregler. Reglene bør ses i sammenheng med reglene 
om innsynsrett, se § 49. 
Art. 4(1) regulerer retting, supplering og oppdatering av personopplysninger. 
Art. 4(2) regulerer sletting og anonymisering når personopplysningene ikke lenger er nød-
vendige. 
Art. 4(3) regulerer sperring og bruk av sperrede personopplysninger. 
Art. 4(4) inneholder særregler for retting, sperring og sletting av personopplysninger i rett-
avgjørelser eller mapper knyttet til rettsavgjørelser. 
Art. 5 regulerer tidsfrister for sletting personopplysninger, samt tidsfrister for kontroll av 
behovet for lagring av personopplysningene. 
I art. 8(2) er det uttrykkelig fastslått at dersom det er foretatt overføring eller rådighetsstil-
lelse på annen måte, og de kompetente myndigheter oppdager at personopplysningene er 
uriktige, skal mottaker informeres om dette og personopplysningene skal rettes, sperres el-
ler slettes omgående i henhold til art. 4. 
Art. 9 regulerer tidsfrister i forbindelse med sperring og sletting av mottatte personopplys-
ninger fra andre stater dersom de ikke er nødvendige. 
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Art. 18 regulerer den registrertes rett til å begjære retting, sperring og sletting av person-
opplysninger. 
I det følgende vil det bli redegjort for relevante bestemmelser i Politiregisterloven som 
gjennomfører kravene i rammebeslutningen. 
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4.6.1 Retting (supplering og oppdatering) 
§ 51 
I Politiregisterloven § 51 første ledd gjennomføres forpliktelsene i art. 4(1) slik at «… 
mangelfulle …» opplysninger i utgangspunktet skal rettes. Dersom det er mulig eller nød-
vendig, skal opplysningene suppleres eller oppdateres. Skulle det vise seg at de mangelfulle 
opplysningene «… åpenbart …» ikke kan ha betydning som dokumentasjon, kan de slettes. 
At noe er åpenbart innebærer at det ikke bør foreligge noen form for tvil, og er således et 
strengt kriterium. Bestemmelsen stadfester også for at den behandlingsansvarlige har plikt 
til å foreta retting og sletting av eget tiltak, i tillegg til at det kan komme en begjæring om 
det fra den registrerte. 
At noe er mangelfullt innebærer ikke nødvendigvis at det er uriktig, men betyr rent språklig 
at opplysningene er ufullstendige. I rammebeslutningen art. 4(1) brukes derimot formule-
ringen «uriktige». Den samme formuleringen finner vi i Personverndirektivet art. 6(1)(d), 
men der er det i tillegg brukt formuleringen «ufuldstændige». Rent språklig er det altså for-
skjell på at noe er uriktig eller mangelfullt. Personverndirektivets ordlyd taler for at objek-
tivt feilaktige opplysninger, i tillegg til opplysninger som er ufullstendige, skal rettes. 
På den annen side kan det også argumenteres at opplysninger som er ufullstendige, rent ob-
jektivt kan sies å være uriktige. Men som nevnt, er dette ikke noen nødvendig tolkningsre-
sultat. Etter rammebeslutningens ordlyd er det objektivt feilaktige og ikke ufullstendige 
personopplysninger som skal rettes siden formuleringen «mangelfulle» er utelatt. Men state-
ne kan vedta lovbestemmelser som gir høyere garantier enn det rammebeslutningen krever, 
se art. 1(5), jf. rammebeslutningens fortale avsnitt 8 andre punktum. 
Det bemerkes at SIS-loven § 16 bruker formuleringen «… uriktige eller ufullstendige ...». Så-
ledes taler dette også for at det rent faktisk er forskjell mellom uriktige og ufullstendige 
opplysninger. Samme formulering er benyttet i Personopplysningsloven § 27 første og and-
re ledd. I tillegg har lovgiver, i Personopplysningsloven, benyttet ordet «mangelfulle» på en 
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slik måte at det er klart at man har ment at mangelfulle opplysninger også omfatter uriktige 
opplysninger. 
I forarbeidene gir departementet en uttalelse som indikerer at med formuleringen «mangel-
fulle» har man ment opplysninger som både er objektivt feilaktige og opplysninger som er 
ufullstendige. Uttalelsen lyder som følger: 
«Mangelfulle eller uriktige opplysninger kan være av svært varierende art, helt fra feil staving av et 
navn til en uriktig eller ufullstendig fremstilling av et saksforhold. I noen tilfeller kan feilen også 
bestå i at opplysningen isolert sett er riktig, men at den alene gir et uriktig bilde av den aktuelle si-
tuasjonen.».138 
I tillegg er Politiregisterloven § 51 gitt en overskrift som lyder som følger: 
«Retting, sperring og sletting av opplysninger med feil eller mangler». 
Dette taler også for at departementet har ment at både objektivt feilaktige og ufullstendige 
opplysninger skal omfattes av ordet «mangelfulle». Særlig koblingsordet «eller» som er be-
nyttet i overskriften bygger opp under denne tolkningen. I tillegg benyttes formuleringen 
«Opplysninger som er beheftet med en feil som ikke kan rettes …» i andre ledd første punktum. 
Dette bygger også opp under tolkningen overfor. 
Etter dette er det forsvarlig å konkludere med at § 51 gjennomfører rammebeslutningens 
krav fullt ut. Derimot kan ordlyden by på tolkningstvil i praksis, uten at dette skal overdra-
matiseres tatt i betraktning bestemmelsens overskrift, samt formuleringen av andre ledd 
første punktum. 
For å avverge eventuell tolkningstvil, kan ordlyden i § 51 første ledd endres slik at formu-
leringen «uriktige» inntas i bestemmelsen. Alternativt bør formuleringen «mangelfulle» ers-
tattes med «uriktige». 
                                                 
138 Ot.prp. nr. 108 (2008-2009) s. 227, punkt 14.5.3.3, andre spalte, andre avsnitt. 
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Det bemerkes for øvrig at formuleringen «mangelfulle» også vil kunne omfatte opplysninger 
som lider av tilblivelsesfeil, det vil si opplysninger som har kommet politiet i hende som 
følge av brudd på taushetsplikt eller som følge av ulovlig erverv eller lignende og at dette 
er grunnen for at man har valgt formuleringen «mangelfulle» for så å regulere dette nærmere 
i forskrift.139 Men dette blir ikke nærmere behandlet, da dette er utenfor oppgavens tema. 
For øvrig følger det av § 51 fjerde ledd, at bestemmelsene i § 51 ikke får anvendelse på 
opplysninger i «straffesaksdokumenter». Altså kan den registrerte ikke kreve retting av opp-
lysninger i straffesaksdokumenter. Riksadvokaten med tilslutning fra Politidirektoratet og 
KRIPOS har gitt uttrykk for at begrepet «straffesaksdokumenter» i § 51 fjerde ledd «… kan 
bli for snevert ...». Riksadvokatens bekymring er at når unntaket i § 51 fjerde ledd knyttes til 
begrepet «straffesaksdokumenter», vil i prinsippet opplysninger som ikke fremgår av «doku-
menter» følge hovedregelen, altså at den registrerte kan begjære retting av slike opplysning-
er og at den behandlingsansvarlige skal foreta retting av eget tiltak. Riksadvokaten mener 
dette «… er et uoversiktlig og vanskelig terreng ...» og foreslår å endre ordlyden til «sak som 
behandles etter straffeprosessloven» da dette vil være sammenfallende med definisjonen i § 2 
nr. 11.140 Men skulle lovgiver foreta denne endringen, vil det i realiteten innebære at det 
ikke blir noe igjen av personvernet da den registrerte, ikke kan kreve retting av personopp-
lysninger i den enkelte straffesak. Med andre ord vil Riksadvokatens forslag til endring in-
nebære at viktige personvernprinsipper ikke vil gjelde i den enkelte straffesak.141 Dette er 
rettspolitisk uholdbart og svekker rettssikkerheten for den enkelte. Departementet bør avstå 
fra å foreta denne endringen. 
Dersom Riksadvokaten ønsker å begrense den registrertes rett til å kreve retting av person-
opplysninger i den enkelte straffesak, må det sørges for at opplysninger i størst mulig grad 
blir gjort til del av straffesaksdokumentene. 
 
                                                 
139 Peters (2010). 
140 Riksadvokaten (1/2010) punkt 1 og 4. 
141 Peters (2010). 
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4.6.2 Sletting (og anonymisering) 
§ 50 
Politiregisterloven § 50 første ledd slår fast at opplysninger skal slettes når de ikke lengre 
er nødvendige, med mindre de skal arkiveres i henhold til Arkivlova142 eller annen lovgiv-
ning som gir hjemmel for arkivering. Dette er i samsvar med rammebeslutningen art. 4(2). 
Det bemerkes at når Politiregisterloven bruker formuleringen sletting eller lignende, brukes 
ikke dette i betydningen tilintetgjøring. Det brukes i den mening at opplysningene skal fjer-
nes fra politiets registre, men at de derimot skal arkiveres i henhold til arkivloven § 6, jf. 
Arkivforskriften143 § 1-1. Ved innsyn i arkivmaterialer gjelder reglene om innsyn, taushets-
plikt og gradering etter gjeldende rett, se Arkivlova § 21, jf. Arkivforskriften § 5-6 første 
ledd. 
Etter § 50 andre ledd kan den behandlingsansvarlige lagre opplysninger for historiske, sta-
tistiske eller vitenskapelige formål uten hinder av første ledd. Men dette er det bare adgang 
til dersom samfunnets interesser i at opplysningene lagres «klart» overstiger de ulempene 
arkiveringen kan medføre for den enkelte. Altså stilles det et forholdsvis strengt kriterium 
for å arkivere opplysninger for disse formålene. Det er heller ikke nødvendig at arkivering-
en medfører konkrete og umiddelbare ulemper for den registrerte - det holder at det er en 
mulighet for dette, jf. formuleringen «kan» i § 50 andre ledd første punktum. For øvrig skal 
arkiveringen skje på en slik måte at det ikke skal være mulig å identifisere den registrerte 
«… lengre enn nødvendig.», se § 50 andre ledd andre punktum. Hjemmel for å foreta arkive-
ring for historiske, statistiske eller vitenskapelige formål er slått fast i rammebeslutningen 
art. 11(2), jf. fortalens avsnitt 6. Det følger av rammebeslutningen art. 2(b) at behandling av 
personopplysninger blant annet omfatter «oppbevaring». Arkivering er klart nok en form for 
oppbevaring og omfattes således. 
                                                 
142 Lov om arkiv (Arkivlova) 4. desember 1992 nr. 126. 
143 Forskrift om offentlege arkiv (Arkivforskriften) 11. desember 1998 nr. 1193. 
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For øvrig bør det bemerkes at art. 11(2) gjelder for personopplysninger som er blitt overført 
eller stilt til rådighet på annen måte fra andre stater. Således står statene i utgangspunktet 
fritt til å lovregulere om personopplysninger som har sitt opphav nasjonalt også skal kunne 
arkiveres for historiske, statistiske eller vitenskapelige formål. I så måte er Politiregisterlo-
ven § 50 andre ledd nøytral og gir hjemmel for å arkivere også personopplysninger som har 
sitt opphav nasjonalt. Dette er derimot ikke problematisk, da samtlige opplysninger i hen-
hold til rettsregelen skal anonymiseres, noe som er i samsvar med art. 11(2). 
Etter § 50 tredje ledd, får første ledd ikke anvendelse på opplysninger i straffesaksdoku-
menter. Dette er i realiteten en unødvendig presisering siden straffesaksdokumenter aldri 
slettes, men arkiveres, jf. Påtaleinstruksen § 2-2, jf. Arkivlova § 6, jf. Arkivforskriften § 1-
1. Dette fremgår også av første ledd andre punktum. Når det derimot gjelder opplysninger 
som stammer fra straffesaksdokumenter, kan disse lagres inntil de ikke lengre er nødvendig 
for formålet (for eksempel i forbindelse med andre politimessige formål). Etter dette skal 
de følge hovedregelen – altså skal de slettes fra politiets registre eller sperres, jf. § 50 første 
ledd. Dersom ulempene for den registrerte er underordnet samfunnets interesser, kan opp-
lysningene eventuelt lagres for historiske, statistiske eller vitenskapelige formål. Men da 
skal opplysningene anonymiseres, jf. § 50 andre ledd.  
Det bemerkes at Riksadvokaten også i forhold til § 50 tredje ledd har foreslått endring fra 
«straffesaksdokumenter» til «sak som behandles etter straffeprosessloven» da dette vil være 
sammenfallende med definisjonen i § 2 nr. 11.144 Denne endringen ville innebære at politiet 
kunne ta vare på alle opplysninger som har kommet til i den enkelte straffesak og således 
ikke var nødt til å slette dem når de ikke lenger var nødvendige for formålet med behand-
lingen. Denne endring ville innebære uthuling av personvernet for den enkelte og departe-
mentet bør avstå fra å foreta denne endringen. 
                                                 
144 Riksadvokaten (1/2010) punkt 1 og 4. 
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Dersom Riksadvokaten ønsker å begrense plikten til å slette opplysninger i forbindelse med 
den enkelte straffesak, må det sørges for at opplysninger i størst mulig grad blir gjort til del 
av straffesaksdokumentene. 
 
Det bemerkes avslutningsvis at det er forskjell på sletteplikten etter §§ 50 og 51. Forskjel-
len kan formuleres som henholdsvis materiell og prosessuell sletteplikt. Med materiell sik-
tes det til at sletteplikten omfatter opplysninger som er beheftet med feil eller mangler. Alt-
så skal opplysninger kun slettes og korrigeres i den utstrekning de er uriktige eller 
ufullstendige. Med prosessuell siktes det til at samtlige opplysninger skal slettes fra politi-
ets registre dersom de ikke lenger er nødvendige for innsamlingsformålet og heller ikke er 
nødvendige for andre politimessige formål. Unntak fra den prosessuelle sletteplikten er 
dersom opplysningene skal lagres for historiske, statistiske eller vitenskapelige formål. 
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4.6.3 Sperring (og bruk av sperrede opplysninger) 
§ 51 
I § 51 andre ledd er det fastslått at opplysninger som er beheftet med feil, men som ikke 
kan rettes, skal sperres eller slettes. Dersom det er grunn til å tro at slettingen vil kunne på-
virke den registrertes legitime interesser, skal opplysningene sperres i stedet. Dette er i 
samsvar med rammebeslutningen art. 4(3) første punktum. 
Opplysninger som ikke kan rettes er for eksempel opplysninger som i første omgang er re-
gistrert i strid med Politiregisterloven. For eksempel at opplysningene ikke var relevante 
for formålet (og dermed i strid med § 6 første ledd nr. 1). Et annet eksempel er at en person 
er registrert bare på grunn av sin religiøse tro (og dermed i strid med § 7) og ikke på grunn 
av for eksempel forebyggingshensyn. 
Den registrertes legitime interesser kan for eksempel være et oppreisnings- eller erstat-
ningssøksmål for ikke-legitim behandling av personopplysninger, se for eksempel Rt. 2001 
s. 428 som gjaldt krav om oppreisning fra staten fordi Justis- og politidepartementet, i for-
bindelse med en ansettelsesprosess, formidlet opplysninger fra strafferegisteret om en av 
søkerne til en avdelingsleder ved en domstol. 
I § 51 tredje ledd settes det skranke for bruk av opplysninger som er sperret etter § 51 andre 
ledd. Opplysninger som er sperret fordi de er beheftet med feil som ikke kan rettes, kan 
bare brukes for å dokumentere hva som ble behandlet av opplysninger. 
§ 52 
I § 52 første punktum er det også gitt regler for bruk av sperrede opplysninger. Dette er en 
generell bestemmelse som slår fast at opplysninger sperret etter § 50 (opplysninger som er 
sperrede fordi de ikke lenger er nødvendige for formålet), § 51 (opplysninger som er sper-
rede fordi de er beheftet med feil som ikke kan rettes) eller på annet grunnlag, ikke kan 
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brukes til annet enn de formål som gjorde at de ikke kunne slettes – for eksempel for å iva-
reta den registrertes legitime interesser. 
I § 52 andre punktum gis Kongen kompetanse til å gi forskrift hvor det vil bli nærmere re-
gulert hvilke formål sperrede opplysninger kan brukes til. 
Ordlyden i § 51 tredje ledd, jf. § 52 første punktum gjennomfører kravene i rammebeslut-
ningen art. 4(3) andre punktum. 
I § 51 fjerde ledd slås det fast at bestemmelsen ikke gjelder for opplysninger i straffesaks-
dokumenter. Altså kan det ikke kreves at opplysninger i for eksempel politiavhør rettes, 
slettes og sperres, utover det som er vanlig praksis ved politiavhør – det vil si at den som 
avhøres gis mulighet til å lese gjennom sin forklaring før han vedkjenner seg den med sin 
signatur. 
 
4.6.4 Straffeprosesslovens regler 
Art. 4(4) inneholder som nevnt særregler for retting, sperring og sletting av personopplys-
ninger i rettavgjørelser eller mapper knyttet til rettsavgjørelser. Det følger av bestemmelsen 
at retting, sperring og sletting av personopplysninger i slike tilfeller skal skje i henhold til 
nasjonale rettergangsregler, det vil si at reglene i Straffeprosessloven kommer til anvendel-
se, se blant annet §§ 20 første ledd, 21, 26, 29 om innføring i rettsboka, samt rettelser, til-
føyelser, sletting og tilintetgjøring i/av rettsboka. Videre er det hjemmel til å foreta rettelser 
i dommer etter Straffeprosessloven, se blant annet §§ 44, 46, 47. 
Således er kravet i art. 4(4) gjennomført gjennom blant annet de ovenfor nevnte bestem-
melser i Straffeprosessloven. 
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4.6.5 Handleplikt ved feil eller mangler 
§ 53 
I § 53 er det fastslått at: 
«Dersom det er behandlet mangelfull opplysninger som nevnt i § 51 eller det er skjedd andre brudd 
på loven, skal den behandlingsansvarlige så langt mulig sørge for at feilen ikke får betydning for 
den registrerte. Er opplysningene utlevert, skal mottaker av opplysningene varsles om feilen uten 
unødig opphold.». 
Bestemmelsen gjennomfører rammebeslutningen art. 8(2) om varsling når overførte per-
sonopplysninger er uriktige/ufullstendige. Sammen med reglene om retting, sperring og 
sletting, innebærer dette at kravet i art. 8(2) er gjennomført i Politiregisterloven gjennom 
§ 53, jf. § 51 første og andre ledd. 
Formuleringen «… eller det er skjedd andre brudd på loven ...» i § 53, omfatter formuleringen 
«overført ulovlig» i art. 8(2). 
Formålet med handleplikten ved feil og mangler er først og fremst å sørge for at den regist-
rerte ikke blir skadelidende. Men enda viktigere er muligens å påse at nasjonale og uten-
landske myndigheter ikke kaster bort store ressurser på å behandle opplysninger som lider 
av feil og mangler. For eksempel vil det føre til unødvendig ressursbruk dersom A blir 
stanset i passkontroll eller rutinekontroll i utlandet og blir mistenkt for terrorvirksomhet 
som følge av opplysninger som er beheftet med feil eller mangler som er blitt behandlet og 
overført fra for eksempel Norge. Ikke minst vil dette innebære ubehag og bryderi for den 
registrerte, og kan dessuten medføre økonomisk og sosialt tap for vedkommende. 
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4.6.6 Tidsfrister 
§ 69 første ledd nr. 16 
Etter Politiregisterloven § 69 første ledd nr. 16 kan Kongen i forskrift gi nærmere regler om 
«når og hvordan retting, sperring og sletting skal gjennomføres etter §§ 50 og 51». Således antas 
at rammebeslutningen art. 5 og 9 om tidsfrister for sletting og sperring av overførte person-
opplysninger, samt tidsfrister for kontroll av behovet for lagring av personopplysninger, vil 
bli gjennomført og regulert gjennom forskrift. Slik loven er formulert, oppfyller den der-
imot ikke rammebeslutningen art. 5 eller 9 da ingen av bestemmelsene om retting, sperring 
og sletting inneholder konkrete tidsfrister. 
 
4.6.7 Den registrertes rett til å begjære retting, sperring og sletting 
§ 51 første ledd 
Politiregisterloven § 51 første ledd sier uttrykkelig at den behandlingsansvarlige av eget til-
tak eller «… på begjæring av den registrerte ...», skal rette opplysninger som er mangelfulle. 
Således gjennomføres kravet i rammebeslutningen art. 18(1) første punktum. 
Videre krever art. 18(1) andre punktum at «Medlemsstatene skal fastsette bestemmelser om 
hvorvidt den registrerte kan gjøre denne rettigheten gjeldende direkte overfor den behandlingsan-
svarlige eller gjennom den kompetente nasjonale tilsynsmyndighet.». Dette kravet er gjennom-
ført i Politiregisterloven §§ 54 og 59. 
Videre krever art. 18(1) tredje punktum at «Dersom den behandlingsansvarlige avslår å korrige-
re, slette eller sperre, må avslaget meddeles skriftlig, og den registrerte må informeres om mulighe-
tene som finnes etter den nasjonale lovgivning for å inngi en klage eller bringe saken inn for en 
rettsinstans.». 
Når det gjelder selve meddelelsen av avslaget, er dette forsøkt gjennomført i Politiregister-
loven § 54 tredje ledd. Men her sies bare at det skal «gis en begrunnelse». Det er ikke ut-
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trykkelig bestemt at begrunnelsen skal gis skriftlig, men det antas at dette vil bli nærmere 
regulert gjennom forskrift. Uansett følger det av god forvaltningsskikk at avslag meddeles 
skriftlig, se for øvrig Forvaltningsloven (fvl.) § 27 første ledd fjerde punktum. 
Når det gjelder informasjonsplikt i forhold til klageadgang eller adgangen til å bringe saken 
inn for en rettsinstans, er dette ikke gjennomført i § 54. Det er heller ikke uttalt i § 55, som 
regulerer klageadgangen, at den registrerte skal informeres om klageadgangen og retten til 
å bringe eventuelle avslag inn for en rettsinstans. Derimot følger denne informasjonsplikten 
av god forvaltningsskikk, og for øvrig av Forvaltningsloven § 27 tredje ledd. At det i § 55 
andre ledd vises til bestemmelsene i Forvaltningslovens kap. VI så langt de passer, er ikke 
tilstrekkelig da selve informasjonsplikten er regulert i kap. V (§ 27 tredje ledd), mens det i 
kap. VI er klageadgangen som er nærmere regulert. 
Informasjon om klageadgang er en forutsetning for å kunne ivareta sine rettslige interesser.  
Av hensyn til klarhet og forutberegnelighet bør ordlyden i § 55 første ledd endres til: 
«Den registrerte eller den som antar å være registrert kan påklage avgjørelser truffet i medhold av 
denne loven til overordnet organ, herunder avgjørelser om 
1. vandelskontroll, 
2. brudd på taushetsplikten, 
3. innsyn, retting, sperring og sletting, eller 
4. erstatning. 
Den avgjørelsen direkte gjelder skal informeres om klageadgangen og retten til å bringe saken inn 
for de ordinære domstoler etter at klagemulighetene er brukt.». 
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Det bemerkes for øvrig at også Riksadvokaten har foreslått endringer i § 55.145 Endringene 
er foreslått for avklaring med tanke på klageadgang over nektet innsyn i straffesaksdoku-
menter. Riksadvokaten fremhever at det ved nektet innsyn i straffesaksdokumenter i hen-
hold til Straffeprosessloven skal foretas en rettslig prøving, se Straffeprosessloven § 242 
tredje ledd. Riksadvokaten mener det ikke fremgår av § 55, som regulerer klageadgang, at 
det er Straffeprosesslovens regler som gjelder ved slike tilfeller, men at dette derimot har 
kommet frem gjennom § 49 første ledd som regulerer innsynsrett for den registrerte i straf-
fesaker. Riksadvokaten har et godt poeng og departementet bør vurdere endring av ordly-
den i § 55 for å tilfredsstille kravene om klarhet og forutberegnelighet som er innfortolket i 
EMK art. 8 både med tanke på oppgavens forslag til endringer og Riksadvokatens forslag 
til endringer. Men det antas at dette vil bli nærmere regulert i forskrift. 
Rammebeslutningen art. 18(1) fjerde og femte punktum krever at: «Etter at klagen eller saken 
er behandlet, skal den registrerte informeres om hvorvidt den behandlingsansvarlige har handlet 
korrekt eller ikke. Medlemsstatene kan også fastsette at den registrerte skal underrettes av den 
kompetente nasjonale tilsynsmyndighet om at det er foretatt en kontroll.». Kravene som oppstil-
les her, er gjennomført i Politiregisterloven § 59. 
Rammebeslutningen art. 18(2) krever at «Dersom den registrerte bestrider riktigheten ved en 
personopplysning og det ikke kan fastslås om opplysningen er riktig eller ikke, kan opplysningen 
merkes med en anførsel.». Denne rettsregel antas å bli gjennomført i forskrift, se Politire-
gisterloven § 69 første ledd nr. 2 og nr. 23. 
                                                 
145 Riksadvokaten (1/2010) punkt 7. 
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4.7 Informasjonssikkerhet og internkontroll 
4.7.1 Redegjørelse 
Regler om informasjonssikkerhet og internkontroll er fastsatt i rammebeslutningen art. 22, 
jf. 21. Med informasjonssikkerhet og internkontroll siktes det til tiltak, faktiske som organi-
satoriske, samt tekniske løsninger for å sikre at personopplysninger ikke kommer uved-
kommende i hende eller blir behandlet på en ikke-autorisert måte. Med andre ord handler 
det om å sikre personopplysninger på en tilstrekkelig og betryggende måte slik at det ikke 
blir utsatt for uautorisert behandling. 
I art. 21(1) og (2) oppstilles krav om at personer som har tilgang til personopplysninger 
som faller innenfor rammebeslutningens anvendelsesområde, bare kan behandle slike opp-
lysninger dersom vedkommende er ansatt eller underlagt den behandlingsansvarliges in-
struksjonsmyndighet, med mindre vedkommende er lovpålagt til å behandle slike person-
opplysninger. Videre må vedkommende være bundet av alle datavernbestemmelser som 
gjelder for den aktuelle behandlingsansvarlig. Altså oppstiller bestemmelsen formell bru-
kerkontroll – det vil si at ikke hvem som helst kan behandle slike personopplysninger. For 
eksempel vil det representere et brudd på reglene dersom noen benytter et gyldig bruker-
navn og passord som tilhører noen annen. Det vil for eksempel være tilfellet dersom en po-
lititjenestemann som normalt ikke skal ha tilgang til slike opplysninger, får det gjennom 
andre som normalt har tilgang til opplysningene. 
I art. 22(1) er det gitt en generell regulering av plikten til å sørge for hensiktsmessige tek-
niske og organisatoriske tiltak for å oppnå tilstrekkelig beskyttelse av personopplysninger. I 
art. 22(2) er det mer spesifikt den elektroniske databehandling som er nærmere regulert. Et-
ter denne skal statene treffe egnede tiltak for å: 
a) hindre ikke-autoriserte personer tilgang til anlegg/lokaler hvor personopplysninger blir 
behandlet (lokasjons kontroll). 
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b) hindre at datamedier kan leses, kopieres, endres eller fjernes av ikke-autoriserte perso-
ner. Hva som ligger i formuleringen «datamedier» er ikke nærmere utdypet, men det må an-
tas å omfatte alle former for datautstyr som har tilknytning til behandling av personopplys-
ninger. Alt fra minnepenner, til eksterne harddisker og lignende (kontroll med 
datamedier). 
c) hindre ikke-autorisert registrering, lesing, endring eller sletting av registrerte personopp-
lysninger (kontroll med lagring). 
d) hindre at edb-systemene kan benyttes av ikke-autoriserte personer ved hjelp av data-
kommunikasjonsutstyr (brukerkontroll). Denne form for brukerkontroll sikter til sikring 
mot datainnbrudd (såkalt «hacking» som rammes av Straffeloven § 145 andre ledd). For-
muleringen «… ved hjelp av datakommunikasjonsutstyr …», tilsier denne tolkningen. 
e) sikre at autoriserte personer kun har tilgang til de opplysninger som omfattes av ved-
kommendes tilgangstillatelse (kontroll med datatilgang). 
f) sikre at det er sporbart til hvilke organer personopplysninger har blitt overført til eller på 
annen måte bitt tilgjengeliggjort for gjennom datakommunikasjonsutstyr (kontroll med 
kommunikasjonsutstyr). 
g) sørge for at det er mulig i etterkant å kontrollere og fastslå hvilke personopplysninger 
som er blitt lagt inn i edb-systemene, og av hvem og når dette har skjedd (kontroll med 
innlegging). 
h) hindre ikke-autorisert lesing, kopiering, endring eller sletting av personopplysninger un-
der overføring av slike data eller under transport av datamedier (kontroll med transport). 
i) sikre at de installerte systemene kan gjenopprettes i tilfelle tekniske forstyrrelser inntref-
fer (gjenoppretting). 
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j) sikre at systemet fungerer og at det meldes fra om driftsfeil og at lagrede opplysninger 
ikke kan bli forfalsket som følge av feilfunksjon i systemet (pålitelighet til datasystemene 
og dataintegritet). 
I art. 22(3) er det fastslått at statene skal sikre at databehandlere kun kan utpekes dersom de 
kan gi de nødvendige garantier med hensyn til de tekniske og organisatoriske krav og tiltak 
som kreves i art. 22(1), samt art. 21. Det skal foretas kontroll med at databehandler lever 
opp til disse kravene. 
I art. 22(4) er det oppstilt en skranke om at databehandlere bare kan behandle personopp-
lysninger på grunnlag av rettsakter eller skriftlige kontrakter. 
For ordens skyld nevnes at en «databehandler» er definert i rammebeslutningen art. 2(e) til 
«ethvert organ som behandler personopplysninger på den behandlingsansvarliges vegne». Den 
samme definisjon finner vi i Politiregisterloven § 2 nr. 5 hvor det heter at databehandler er 
«den som behandler opplysninger på vegne av den behandlingsansvarlige». 
Regler om informasjonssikkerhet er regulert i Politiregisterloven § 15. Bestemmelsen er på 
langt nær så detaljert som rammebeslutningen art. 22, jf. 21. Det sies generelt at den be-
handlingsansvarlige og databehandler gjennom planlagte og systematiske tiltak skal sørge 
for tilfredsstillende informasjonssikkerhet med særlig fokus på konfidensialitet, integritet 
og tilgjengelighet ved behandling av opplysninger. For å oppnå disse målene, «… skal den 
behandlingsansvarlige og databehandleren dokumentere informasjonssystemet og sikkerhetstiltake-
ne …». Hva som menes med «dokumentere» er ikke nærmere definert i loven, men det antas 
at det er snakk om å utarbeide instrukser og rutiner. Slike rutiner og instrukser skal være 
tilgjengelig for både behandlingsansvarlig og databehandlere, i tillegg til tilsynsmyndighe-
tene. 
For øvrig finner vi i Politiregisterloven § 16, regler for internkontroll. Etter denne bestem-
melse skal den behandlingsansvarlige etablere og vedlikeholde planlagte og systematiske 
tiltak som er nødvendig for å oppfylle kravene gitt i medhold av loven. Tiltakene skal do-
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kumenteres og være tilgjengelig for medarbeidere hos den behandlingsansvarlige og hos 
databehandleren. I tillegg skal dokumentasjonen være tilgjengelig for tilsynsmyndighetene. 
 
4.7.2 Vurdering 
Politiregisterloven §§ 15 og 16 er tilsvarende formulert som Personopplysningsloven §§ 13 
og 14. Sistnevnte bestemmelser er nærmere utdypet i Personopplysningsforskriften kap.2 
og 3. 
Departementet trekker frem utvalget sitt syn på dette punkt i Ot.prp. nr. 108 (2008-2009) 
og uttaler at: 
«Som påpekt av utvalget er det en målsetting at lovbestemmelsene om informasjonssikkerhet skal 
være like innenfor de ulike sektorer, og departementet er enig i at lovforslaget til § 15 bør være 
sammenfallende med den tilsvarende bestemmelsen om informasjonssikkerhet i perso-
nopplysningsloven.».146 
Dette ble også lagt til grunn for formuleringen av § 16.147 
Detaljreguleringen i rammebeslutningen art. 21 og 22 tilsier at sikring av personopplys-
ninger og beskyttelse mot uautorisert bruk og tilgang har vært svært viktig for statene.148 
Men slik Politiregisterloven §§ 15 og 16 er formulert, gjennomfører de i svært liten grad 
forpliktelsene i rammebeslutningen vedrørende informasjonssikkerhet og internkontroll. 
Noen av forpliktelsene er gjennomført, men ikke alle. Således kan det ikke foretas noen 
helhetlig sammenligning på dette punkt. Derimot er det i norsk rett vanlig at denne type 
tekniske og organisatoriske detaljregler blir regulert gjennom forskrift. 
                                                 
146 Ot.prp. nr. 108 (2008-2009) s. 97, første spalte, andre avsnitt. 
147 Ot.prp. nr. 108 (2008-2009) s. 98, første spalte, punkt 10.2.4, første avsnitt. 
148 Ot.prp. nr. 108 (2008-2009) s. 96, første spalte. 
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Hjemmel til å gi forskrifter på dette punkt finner vi i Politiregisterloven § 69 første ledd 
nr. 7. Det antas at forskriftsreguleringen vil tilfredsstille kravene i rammebeslutningen fullt 
ut. Det antas videre at Personopplysningsforskriftens kap.2 og 3 vil være modell for regule-
ringen. 
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4.8 Tilsyn 
4.8.1 Redegjørelse 
At uavhengige tilsynsmyndigheter gis hjemmel for å føre kontroll med politiets behandling 
av personopplysninger er en særdeles viktig personverngaranti. Tilsynsmyndighetenes pri-
mæroppgave er å påse at reglene om behandling av personopplysninger blir fulgt og at det 
foretas rettelser der det har skjedd brudd på reglene. 
Reglene om uavhengige tilsynsmyndigheter er å finne i rammebeslutningen art. 25. Statene 
har gjennom art. 25(1) forpliktet seg til å påse at minst én eller flere offentlige myndigheter 
har til oppgave å veilede og overvåke anvendelsen av de bestemmelser som statene vedtar 
for å gjennomføre rammebeslutningens krav. Det sies uttrykkelig at tilsynsmyndighetene 
skal være uavhengige, det vil si at de ikke skal være underlagt direkte eller indirekte in-
struksjonsmyndighet hos de behandlingsansvarlige. De nasjonale tilsynsmyndighetene har 
selvsagt bare mandat til å foreta sitt tilsyn innenfor territoriet til den aktuelle stat den tilhø-
rer. Altså kan for eksempel ikke svenske tilsynsmyndigheter utøve sin kompetanse i Norge. 
Etter rammebeslutningen art. 25 skal tilsynsmyndigheten særlig ha: 
a) myndighet til å foreta undersøkelser, og i den forbindelse skal de kunne innhente alle 
opplysninger som er nødvendige for å ivareta sine tilsynsoppgaver. 
b) faktisk myndighet til å gripe inn å gi uttalelser før behandling finner sted, sikre en hen-
siktsmessig offentliggjøring av slike uttalelser, kunne beordre sperring, sletting eller tilin-
tetgjøring av opplysninger, forby en behandling midlertidig eller definitivt, gi den behand-
lingsansvarlige en advarsel eller irettesettelse, eller forelegge saken for nasjonale 
parlamenter eller andre politiske institusjoner. 
c) myndighet til å innlede rettslige skritt ved overtredelse av nasjonale bestemmelser ved-
tatt i henhold til rammebeslutningen eller gjøre rettslige myndigheter oppmerksom på slike 
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overtredelser. Beslutninger truffet av tilsynsmyndigheten som er gjenstand for klage, kan 
bringes inn for en domstol. 
For øvrig skal enhver kunne fremsette en begjæring til en tilsynsmyndighet om beskyttelse 
av sine rettigheter og friheter i forbindelse med behandling av personopplysninger. Den re-
gistrerte skal underrettes om utfallet av begjæringen. Videre skal statene fastsette bestem-
melser om at tilsynsmyndighetenes medlemmer er underlagt taushetsplikt. 
Tilsynsmyndighetene i Norge er først og fremst Datatilsynet, se Politiregisterloven § 58, 
men også EOS-utvalget utøver tilsyn, se Politiregisterloven § 68. 
Etter § 58 er Datatilsynet tildelt mandat og kompetanse til å føre tilsyn med at loven og 
dens forskrifter blir fulgt opp og at eventuelle feil eller mangler blir rettet. Det er bare for 
opplysninger som behandles av PST, at Datatilsynet må vike for EOS-utvalget. 
Etter § 59 første ledd har Datatilsynet, etter begjæring fra den registrerte eller den som an-
tar å være registrert, mandat til å kontrollere om opplysningene om vedkommende er be-
handlet i samsvar med loven/forskriftene og at reglene om innsyn (herunder unntak) er 
fulgt. Tilsvarende hjemmel er gitt for EOS-utvalget i § 68 for opplysninger som behandles 
av PST. 
Når Datatilsynet skal besvare en begjæring, må de besvare den på en nøytral måte slik at 
det ikke tilkjennegis om det foreligger en registrering på vedkommende eller ikke, se § 59 
andre ledd, jf. § 54 tredje ledd. 
Dersom Datatilsynet finner brudd på loven eller forskrifter gitt i medhold av loven, kan de 
gi den behandlingsansvarlige pålegg om at behandling av opplysninger i strid med §§ 15 og 
16 skal opphøre, se § 60 første ledd. Alternativt kan de stille vilkår som må oppfylles slik at 
behandlingen kommer i samsvar med reglene i §§ 15 og 16. I forbindelse med behandling 
av opplysninger utenfor den enkelte straffesak kan Datatilsynet også gi pålegg om at be-
handling i strid med loven skal opphøre eller at behandlingen må gjøres i samsvar med lo-
ven, se § 60 første ledd andre punktum. 
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Datatilsynet har derimot ikke kompetanse til å pålegge innsynsrett i opplysninger som er 
unntatt innsyn etter Politiregisterloven § 49. Heller ikke har Datatilsynet kompetanse til å 
gi pålegg om overholdelse av reglene om utlevering, om taushetsplikt eller vandelskontroll, 
se § 60 første ledd tredje punktum. 
Datatilsynets vedtak kan påklages til Personvernnemnda, se § 60 tredje ledd. Datatilsynet 
og Personvernnemnda kan kreve de opplysninger som er nødvendige for at de kan gjen-
nomføre sine oppgaver, se § 61 første ledd. De kan også kreve å få tilgang til de lokaler 
hvor behandling av personopplysninger foregår, se § 61 andre ledd første punktum. De har 
også kompetanse til å ta stikkprøver og til å beordre personalet på stedet til å bistå dem for 
å få utført stikkprøvene og kontrollene, se § 61 andre ledd andre punktum. 
Når det gjelder Datatilsynets og Personvernnemndas adgang til lokaler der personopplys-
ninger blir behandlet, kan de ikke nektes adgang på grunn av bestemmelser om taushets-
plikt, se § 61 tredje ledd. Derimot er enhver som utfører tilsyn og som gjennom sitt arbeid 
får tilgang på opplysninger som er underlagt taushetsplikt, selv bundet av reglene om taus-
hetsplikt i Politiregisterloven. For de personer som skal utføre tilsyn, kan det dessuten kre-
ves uttømmende og utvidet politiattest, se § 62. 
 
4.8.2 Vurdering 
Reglene i rammebeslutningen art. 25 er relativt detaljerte. Bestemmelsene om tilsyn og til-
synsmyndigheter i Politiregisterloven er derimot mer generelt utformet og gjennomfører så-
ledes ikke alle krav som er oppstilt i rammebeslutningen. Blant annet er flere av kravene 
oppstilt i art. 25(2)(b) ikke gjennomført. Heller ikke er kravene i art. 25(2)(c) om at til-
synsmyndighetene skal tildeles kompetanse til å innlede rettslige skritt ved overtredelse av 
nasjonale bestemmelser vedtatt i henhold til rammebeslutningen, gjennomført i loven. Der-
imot antas at disse kravene vil bli gjennomført i forskrift, se Politiregisterloven § 69. 
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Men kravene som oppstilles i art. 25(2)(a), (3) og (4) er gjennomført i henholdsvis Politire-
gisterloven § 58, jf. 61, § 59, jf. 62. 
Tilsynsmyndighetene bør gis vide hjemler for å kunne føre god og adekvat tilsyn med poli-
tiets behandling av personopplysninger. Dette er viktig av flere årsaker, men særlig av hen-
syn til å styrke tilliten til politiets behandling av personopplysninger, samt å øke kvaliteten 
på de opplysninger som behandles av dem. Således bør lovgiver i forbindelse med for-
skriftsregulering, gi tilsynsmyndighetene stort spillerom. 
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5 Avslutning og oppsummering 
Oppgavens problemstilling har vært å sammenligne Politiregisterloven med rammebeslut-
ning 2008/977/JIS av 27. november 2008 om vern av personopplysninger i forbindelse med 
politisamarbeid og rettslig samarbeid i straffesaker for å se om loven gjennomfører person-
vernkravene som Norge har påtatt seg. I forbindelse med dette har relevante bestemmelser 
blitt sammenlignet og i den grad det foreligger motstrid eller loven ikke oppfyller kravene 
som er oppstilt, har dette blitt påpekt og drøftet. Jeg har også foreslått endringer i loven der 
dette har vært høvelig. 
Som påpekt i oppgaven, er gjeldende rett vedrørende politiets behandling av personopplys-
ninger, samt innsynsrett i disse, lite tilfredsstillende og lite detaljert. Det meste er regulert 
gjennom rundskriv fra departementet, instrukser fra Kriminalpolitisentralen (Kripos) og av 
ulovfestet rett, noe som innebærer at reglene er vanskelig tilgjengelig. For øvrig er reglene 
om taushetsplikt for politiet fragmentert og uoversiktlig. Tiden har lenge vært moden for 
modernisering av reglene. 
Politiregisterloven er en klar forbedring med tanke på personvernsynspunktet. Loven gir 
den registrerte klare og konkrete rettigheter, herunder rett til innsyn, retting, sperring og 
sletting. Det er gitt klare regler vedrørende utlevering av opplysninger, noe som er positivt 
og som øker personvernet for den enkelte. Politiets rett til å behandle opplysninger er gjen-
nom loven underlagt klare skranker som balanserer hensynet til kriminalitetsbekjempelse 
og hensynet til personvern og privatliv på en god måte. Reglene om taushetsplikt er nå 
samlet i én lov og således oversiktlig og lettere tilgjengelig. Loven fremstår som gjennom-
tenkt og lovteknikken er generelt god og anvendelig. 
Loven gjennomfører minimumskravene som rammebeslutningen oppstiller, både for nasjo-
nal og internasjonal behandling av personopplysninger på en tilfredsstillende måte. På en-
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kelte punkter gir loven dessuten høyere garantier for personvern. Lovens ikrafttredelse vil 
også sikre at norske politimyndigheter får muligheten til å benytte seg av internasjonale po-
litiregistre, slik for eksempel Prüm-avtalen åpner for, ved at internasjonale krav til behand-
ling av personopplysninger er sikret gjennom nasjonale regler. 
Politiregisterloven er en forbedring av gjeldende rett og de endringer som er foreslått i opp-
gaven vil muligens bli gjennomført i forskrift eller ved senere lovendringer. Loven er i det 
vesentlige og i hovedlinjene i samsvar med personvernet som er oppstilt i EMK art. 8. Den 
kompenserer på en tilfredsstillende måte for de ulemper den forårsaker for den som eventu-
elt får opplysninger om seg behandlet av politiet. Dette gjøres ved at den registrerte gis kla-
re og konkrete rettigheter. Dessuten setter loven klare skranker for politiets adgang til å be-
handle opplysninger gjennom de grunnleggende kravene til behandling av opplysninger. 
På bakgrunn av rammebeslutningen art. 27 kan det derimot anføres at Politiregisterloven til 
en viss grad er på «prøve» inntil Kommisjonen har godkjent de tiltak de ratifiserende stater 
har iverksatt for å oppfylle rammebeslutningens forpliktelser. Lovens «midlertidighet» vi-
ser seg dersom Kommisjonen skulle foreslå å endre rammebeslutningens virkeområde til 
også å gjelde nasjonal behandling av personopplysninger. I så fall må loven muligens end-
res slik at den i sin helhet implementerer rammebeslutningens krav på nasjonal behandling 
av personopplysninger, i tillegg til at den må gjelde for personopplysninger som blir over-
ført eller som blir tilgjengeliggjort på annen måte. Tiden vil vise om dette blir aktualisert. 
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