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En el desarrollo de la evaluación de Prueba de Habilidades Practicas del 
Diplomado de Profundización CCNP, se busca identificar, implementar y 
desarrollar competencias y habilidades las cuales fueron adquiridas en el 
proceso de cada una de las fases del diplomado, esto nos ayuda a tener un 
nivel alto de solución de problemas de redes.   Conocemos que en este 
tiempo las telecomunicaciones han evolucionado de una manera muy rápida, 
donde observamos que ahora se tiene un nivel alto de seguridad, son muy 
complejos y evolucionan muy rápido, cada día vemos nuevas técnicas de 
programación en protocolos de seguridad, y muchas especificaciones 
técnicas diferentes de programar los equipos que conforman las redes, cada 
día vemos que salen más protocolos, configuraciones y estándares que nos 
permitirán darle un mejor servicio confiable y fácil de configuración, y este 
informe se realizaran la soluciones de 3 ejercicios diferentes o 
configuraciones que nos enseña a ver los entornos reales en las redes de 
comunicación, en si evaluaremos y pondremos en práctica los conocimientos 




Descripción de escenarios propuestos para la 
prueba de habilidades 






















1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers.  Configurar las interfaces con las direcciones que se muestran en la 
topología de red.  
CONFIGURACION PARA ROUTER 1 
Router> 
Router>enable                                                       Se ingresó a modo privilegiado 
Router#configure terminal                                Se ingresó a modo de configuración 
Router(config)#hostname R1                           Se asigna nombre al router 
R1(config)#router ospf 1 
R1(config-router)#router-d 1.1.1.1 Se identifica el router 
R1(config-router)#network 10.103.12.0 255.255.255.0 area 0 
R1(config-router)#exit 
R1(config)#interface s0/0                                 Se configura el  interfaz serial 0 
R1(config-if)description to R2 
R1(config-if)#ip address 10.103.12.1 255.255.255.0      
R1(config-if)#clock rate 128000                     Como es DCE se configura reloj 
R1(config-if)#bandwidth 128 




CONFIGURACION PARA ROUTER 2 
Router> 
Router>enable                                                             Se ingresó a modo privilegiado 
Router#configure terminal                                             Se ingresó a modo de configuración 
Router(config)#hostname R2                                 Se asignó nombre al router 
R2(config)#router ospf 1 
R2(config-router)#router-id 2.2.2.2                         Se identificó el router 
R2(config-router)#network 10.103.12.0 255.255.255.0 area 0 
R2(config-router)#network 10.103.23.0 255.255.255.0 area 0 
R2(config-router)#exit 
R2(config)#interface s0/0                                        Se configuro interfaz serial 0 
R2(config-if)description to R1 
R2(config-if)#ip address 10.103.12.2 255.255.255.0      
R2(config-if)#no shutdown                                      Se activó la interfaz 
R2(config-if)#exit 
R2(config)#interface s0/1                                       Se configuro interfaz serial 0 
R2(config-if)description to R3 
R2(config-if)#ip address 10.103.23.1 255.255.255.0      
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CONFIGURACION PARA ROUTER 3 
Router> 
Router>enable                                                            Se ingresa a modo privilegiado 
Router#configure terminal                                        Se ingresa a modo de configuración 
Router(config)#hostname R3                                Se asignó nombre al router 
R3(config)#router ospf 1 
R3(config-router)#router-id 3.3.3.3                    Se identifica el router 
R3(config-router)#network 10.103.23.0 255.255.255.0 area 0 
R3(config-router)#exit 
R3(config)#interface s0/0                                        Se configura interfaz serial 0 
R3(config-if)description to R2 
R3(config-if)#ip address 10.103.23.2 255.255.255.0      
R3(config-if)#clock rate 128000                            Como es DCE se configura reloj 
R3(config-if)#bandwidth 128 
R3(config-if)#no shutdown                                     Se activa la interfaz 
R3(config-if)#exit 
R3(config)#interface s0/1                                       Se configura interfaz serial 1 
R3(config-if)description to R4 
R3(config-if)#ip address 172.29.34.1 255.255.255.0      





 El objetivo es permitir comunicación con ambos protocolos y teniendo en 
cuenta que R4 es el puerto serial 0 se configura con eigrp, se procede a 




R3#configure terminal                                             Se ingresa a modo de configuración 
R3(config)#router eigrp 10                                   Se configura eigrp 
R3(config-rtr)#eigrp router-id 3.3.3.3               Se asigna identidad al router 










CONFIGURACION PARA ROUTER 4 
Router> 
Router>enable                                                    Se ingresa a modo privilegiado 
Router#configure terminal                             Se ingresa a modo de configuración 
Router(config)#hostname R4                        Se asigna nombre al router 
R4(config)#router eigrp 10                            Se configuro eigrp 
R4(config-rtr)#eigrp router-id 4.4.4.4        Se asigna identidad al router 
R4(config-rtr)#network 172.29.34.0 255.255.255.0 
R4(config-rtr)#network 172.29.45.0 255.255.255.0 
R4(config-rtr)#exit 
R4(config)#interface s0/0 
R4(config-if)#ip address 172.29.34.2 255.255.255.0      
R5(config-if)#no shutdown                             Se activa la interfaz 
R4(config-if)#exit 
R4(config)#interface s0/1 
R4(config-if)#ip address 172.29.45.1 255.255.255.0      






CONFIGURACION PARA ROUTER 5 
Router> 
Router>enable                                                       Se ingresa a modo privilegiado 
Router#configure terminal                               Se ingresa a modo de configuración 
Router(config)#hostname R5                          Se asigna nombre al router 
R5(config)#router eigrp 10                              Se configura eigrp 
R5(config-rtr)#eigrp router-id 5.5.5.5           Se asigna identidad al router 
R4(config-rtr)#network 172.29.45.0 255.255.255.0 
R5(config)#interface s0/0 
R5(config-if)#ip address 172.29.45.2 255.255.255.0    








2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 
0 de OSPF.  
 En esta etapa se crea la interfaces Loopback, y se identifica la máscara de red 
es 255.255.252.0 
R1#conf t 
R1(config)#interface loopback 4                                 Se crea la interfaz lo 4 
R1(config-if)#ip address 10.1.4.1 255.255.252.0     Se establece la dirección IP 
R1(config-if)#ip ospf 1 area 0                   Este comando configura la int. En OSPF 
R1(config-if)#exit 
R1(config)# interface loopback 8                              Se crea la interfaz lo 8 
R1(config-if)#ip address 10.1.8.1 255.255.252.0   Se establece la dirección IP 
R1(config-if)#ip ospf 1 area 0                 Este comando configura la int. En OSPF 
R1(config-if)#exit 
R1(config)# interface loopback 12                             Se crea la interfaz lo 12 
R1(config-if)#ip address 10.1.12.1 255.255.252.0  Se establece la dirección IP 
R1(config-if)#ip ospf 1 area 0                Este comando configura la int. En OSPF 
R1(config-if)#exit 
R1(config)# interface loopback 16                             Se crea la interfaz lo 16 
R1(config-if)#ip address 10.1.16.1 255.255.252.0  Se establece la dirección IP 







 Se adjunta pantallazo para verificar la interfaces Loopback hayan quedado 
configuradas y asi poder realizar el protocolo OSPF utilizando el comando 













3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 10. 
R5#configure terminal                                Se ingresa a modo de configuración 
R5(config)#int lo 4  
R5(config-if)#ip address 172.5.4.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#int lo 8  
R5(config-if)#ip address 172.5.8.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#int lo 12  
R5(config-if)#ip address 172.5.12.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#int lo 16  
R5(config-if)#ip address 172.5.16.1 255.255.252.0 
R5(config-if)#exit 
 
 Se coloca el pantallazo para evidencia que fueron creadas las interfaces 
Loopback el cual utiliza el comando show ip interfaces brief / include up 
el cual da la siguiente información. 
 
R5(config)#router eigrp 10  
R5(config-router)#no auto-sumary 
R5(config-router)#network 172.5.4.0 255.255.255.0 
R5(config-router)#network 172.5.8.0 255.255.255.0 
R5(config-router)#network 172.5.12.0 255.255.255.0 
R5(config-router)#network 172.5.16.0 255.255.255.0 








 Se toma pantallazo evidenciando que la interfaces Loopback se haya ejecutado 
bien e integrado al protocolo eigrp utiliza el comando show ip eigrp 







4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 














 En el pantallazo siguiente evidenciaremos que el router R3 ha aprendido 8 









5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 Para poder redistribuir las rutas EIGRP en OSPF se utilizan los siguientes 
comandos y debemos de tener en cuenta esta fórmula para realizar la 
conversión. 





R3(config)#router eigrp 10 
R3(config-router)#redistribute ospf 1 metric 100000 20000 255 255 1500 
R3(config-router)#exit 
R3(config)#router ospf 1 










6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
 En el siguiente pantallazo observaremos que en R1 ya aparecen los Loopbacks 





























 En el siguiente pantallazo observaremos que en R5 ya aparecen los Loopbacks 








































Información para configuración de los Routers 
R1 
Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 





Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 
E 0/0 192.1.23.2 255.255.255.0 
 
R3 
Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
E 0/0 192.1.23.3 255.255.255.0 
S 0/0 192.1.34.3 255.255.255.0 
   
 
R4 
Interfaz Dirección IP Máscara 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 








 conf terminal 
 int lo 0 
 ip address 1.1.1.1 255.0.0.0 
 exit 
 int lo 1 
 ip address 11.1.0.1 255.255.0.0 
 exit 
 int s0/0 
 ip address 192.1.12.1 255.255.255.0 
 clockrate 64000 










































 conf terminal 
 int lo 0 
 ip address 2.2.2.2 255.0.0.0 
 exit 
 int lo 1 
 ip address 12.1.0.1 255.255.0.0 
 exit 
 int s0/0 
 ip address 192.1.12.2 255.255.255.0 
 no shut 
 exit 
 int fastEthernet 0/0 
 ip address 192.1.23.2 255.255.255.0 

























 conf terminal 
 int lo 0 
 ip address 3.3.3.3 255.0.0.0 
 exit 
 int lo 1 
 ip address 13.1.0.1 255.255.0.0 
 exit 
 int fastEthernet 0/0 
 ip address 192.1.23.3 255.255.255.0 
 no shut 
 exit 
 int s0/0 
 ip address 192.1.34.3 255.255.255.0 


























 conf terminal 
 int lo 0 
 ip address 4.4.4.4 255.0.0.0 
 exit 
 int lo 1 
 ip address 14.1.0.1 255.255.0.0 
 exit 
 int s0/0 
 ip address 192.1.34.4 255.255.255.0 
 clockrate 64000 






















    
 
1. Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en AS1 y 
R2 debe estar en AS2. Anuncie las direcciones de Loopback en BGP. Codifique 
los ID para los routers BGP como 11.11.11.11 para R1 y como 22.22.22.22 
para R2.  Presente el paso a paso con los comandos utilizados y la salida del 
comando show ip route. 
R1 
 enable 
 conf terminal 
 router bgp 1 
 bgp router-id 11.11.11.11 
 neighbor 192.1.12.2 remote-as 2 
 network 1.0.0.0 mask 255.0.0.0 



























 conf terminal 
 router bgp 2 
 bgp router-id 22.22.22.22 
 neighbor 192.1.12.1 remote-as 1 
 network 2.0.0.0 mask 255.0.0.0 


























2. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 33.33.33.33. 





 conf terminal 
 router bgp 2 











 conf terminal 
 router bgp 3 
 bgp router-id 33.33.33.33 
 neighbor 192.1.23.2 remote-as 2 
 network 3.0.0.0 mask 255.0.0.0 













3. Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones de 
Loopback de R4 en BGP. Codifique el ID del router R4 como 44.44.44.44. 
Establezca las relaciones de vecino con base en las direcciones de Loopback 
0. Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No anuncie 
la Loopback 0 en BGP.  Anuncie la red Loopback de R4 en BGP. Presente el 






 conf terminal 
 router bgp 3 








 conf terminal 
 router bgp 4 
 bgp router-id 44.44.44.44 
 neighbor 192.1.34.3 remote-as 3 
 network 4.0.0.0 mask 255.0.0.0 
 exit 
 ip route 3.0.0.0 255.0.0.0 192.1.34.3 
 router bgp 4 
 no network 4.0.0.0 mask 255.0.0.0 
 network 4.0.0.0 mask 255.0.0.0 





































A. Configurar VTP 
1. Todos los switches se configurarán para usar VTP para las actualizaciones de 
VLAN. El switch SWT2 se configurará como el servidor. Los switches SWT1 y 
SWT3 se configurarán como clientes. Los switches estarán en el dominio VPT 
llamado CCNP y usando la contraseña cisco.  
 









vtp domain CCNP 
vtp version 2 
vtp mode client 






vtp domain CCNP 
vtp version 2 
vtp mode server 








vtp domain CCNP 
vtp version 2 
vtp mode client 















B.  Configurar DTP (Dynamic Trunking Protocol) 
1. Configure un enlace troncal ("trunk") dinámico entre SWT1 y SWT2. Debido a 
que el modo por defecto es dynamic auto, solo un lado del enlace debe 
configurarse como dynamic desirable. 







switchport mode trunk 









switchport mode trunk 
 
 




3. Entre SWT1 y SWT3 configure un enlace "trunk" estático utilizando el 
















switchport mode trunk 
 
 
4. Verifique el enlace "trunk" el comando show interfaces trunk en SWT1. 
 
 















Switchport mode trunk 
 
C. Agregar VLANs y asignar puertos. 
1. En STW1 agregue la VLAN 10. En STW2 agregue las VLANS Compras (10), 





























3. Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con la 
siguiente tabla. 
 
Interfaz  VLAN  Direcciones IP de los PCs  
F0/10  VLAN 10  190.108.10.X / 24  
F0/15  VLAN 20  190.108.20.X /24  
F0/20  VLAN 30  190.108.30.X /24  
X = número de cada PC particular 
 
4. Configure el puerto F0/10 en modo de acceso para SWT1, SWT2 y SWT3 y 








































5. Repita el procedimiento para los puertos F0/15 y F0/20 en SWT1, SWT2 y 







switchport access vlan 20 
exit 
int fa0/20 







switchport access vlan 20 
exit 
int fa0/20 







switchport access vlan 20 
exit 
int fa0/20 










D. Configurar las direcciones IP en los Switches. 
1. En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de direccionamiento 
y active la interfaz. 
 
 
Equipo  Interfaz  Dirección IP  Máscara 
SWT1  VLAN 99  190.108.99.1  255.255.255.0  
SWT2  VLAN 99  190.108.99.2  255.255.255.0  










int vlan 99 








int vlan 99 








int vlan 99 












Con el siguiente trabajo de habilidades practicas CCNP se puso a prueba la capacidad 
de diseñar y configurar una red en cada uno de los escenarios que propuso la guía, 
en tal manera se establecieron los direccionamiento IP, protocolos de enrutamiento 
y seguridad. 
Estos ejercicios nos ayudan a afianzar nuestras capacidades en la configuración de 
los dispositivos como el router y switches, configuraciones Vlan, puertos troncales y 
configuración de redes primarias y secundarias. 
Con el desarrollo de las habilidades practicas se permitió evidenciar los diferentes 
problemas que se pueden presentar y como debemos de solucionar dando un paso a 
paso de lo realizado en las practicas, esto nos lleva a conocer más los programas 
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