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Spreminjajoče razumevanje zasebnosti v liberalnih demokracijah na primeru 
družbenega omrežja Facebook 
V diplomskem delu smo se ukvarjali s preučevanjem razumevanja zasebnosti v liberalnih 
demokracijah in to reflektirali na primeru družbenega omrežja Facebook v njegovih Pogojih 
storitve. Naslovili smo tudi razmerje med javnim in zasebnim znotraj tega. Razdelali smo tudi 
polje pojma zasebnosti, razkrili problematičnost razumevanja zasebnosti, na koncu pa je 
sledila še analiza pogojev. Ključni del diplomske naloge predstavlja kritično razumevanje 
družbenega omrežja, ki posluje in ustvarja dobiček zgolj in samo s prodajo informacij o 
posameznikih. Ključni akter med posameznikom in družbenim omrežjem so mogočne 
korporacije, ki izkoriščajo posameznikovo naivnost in spodbujajo posameznike, da preko 
novih mehanizmov in t. i. tehnologij razkrivajo svojo zasebnost in so pri tem še bolj 
produktivni.  
 
Ključne besede: liberalna demokracija, zasebnost, družbeno omrežje. 
 
 
A changing understanding of privacy in liberal democracies on the example of the social 
network Facebook  
In the diploma thesis we dealt with the study of the understanding of privacy in liberal 
democracies and reflected this on the example of the social network of Facebook in its Terms 
of Service. In this context, we have also addressed the relationship between public and 
private. We also elaborated the field of the concept of privacy, revealed the problematics of 
privacy understanding, and finally made a conditions analysis. The key part of the thesis is a 
critical understanding of the social network that operates and generates profits solely and only 
through the sales of information of individuals. A key actor between the individual and the 
social network are powerful corporations that exploit the individual's naivety and encourage 
individuals to reveal their privacy through new mechanisms and i.e. technologies and are even 
more productive in doing so.  
 
Key words: liberal democracy, privacy, social networking.
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1 UVOD 
Facebook, vsem dobro poznano socialno omrežje, ki je v desetletju postal globalni fenomen, 
prodira v vsakdanjost in je vseprisoten v življenju posameznikov in širše družbene skupnosti. 
Na tem družbenem omrežju posameznik sam ali skupnost več ne loči razliko med zasebnostjo 
in javnostjo, ki je ena osrednjih koordinat našega sodobnega demokratičnega življenja. 
Družba in posamezniki v njej si življenja brez tega več ne znajo predstavljati. Na družbenih 
omrežjih razkrivajo vse svoje podatke, razkrivajo svojo zasebnost – pravzaprav družbena 
omrežja to celo spodbujajo. Kje so torej meje med zasebnostjo in javnostjo? 
Zasebnost uporabnikov na platformah družbenih omrežij je ena najpomembnejših stvari, saj 
se veliko uporabnikov sooča s problemi glede varovanja osebnih podatkov. Družbeno omrežje 
Facebook je dober primer tega, saj shranjuje velike količine osebnih podatkov uporabnikov. 
Prav zaradi tega so družbena omrežja pritegnila in povzročila razprave glede zasebnosti 
uporabnikov. Na Facebooku uporabniki delijo svoja mnenja, osebne slike, lokacijo, starost, 
spol in podobno. Uporabniki delijo svoje osebne podatke v nevednosti, da obstajajo različna 
tveganja. Predpostavljajo, da je Facebook zanesljiva računalniška platforma, vendar se 
velikokrat izkaže, da temu ni tako. Pozablja se na to, da prihaja do kraje osebnih podatkov, 
lažnih računov, aplikacije si pridobijo dostop do občutljivih podatkov. Zasebnost uporabnikov 
se lahko krši preko tretje osebe. Problem se pojavlja tudi z aplikacijami, ki poskušajo 
dostopati tudi do profilov uporabnikov. Te lahko potem spremljajo dejavnosti uporabnikov na 
spletu. Prav tako je možno slediti tudi gibanju uporabnikov, kadar uporabniki zavestno delijo 
in objavljajo svojo lokacijo in geografsko lego, kjer se nahajajo. Čeprav se uporabniki 
zavestno odločajo o deljenju vseh osebnih podatkov, še vedno manjka zavedanje uporabnikov 
o posledicah in možnih tveganjih. 
Nova era interneta je bila v začetku razumljena na način, da internetna revolucija prinaša novo 
in osvobajajočo tehnologijo. Tehnologijo, ki bo decentralizirala oblast, strmoglavila 
zakoreninjeno birokracijo in prinesla več demokracije in enakopravnosti v svetu. Izkazalo se 
je ravno nasprotno. Nastale so nove masivne globalne korporacije, ki so povzročile še večjo 
koncentracijo bogastva in moči, razširil se je tudi domet državne varnosti ZDA. S tem je bil 
ustvarjen netransparenten svet popolnega nadzora s strani korporacij, ki z obveščevalnimi 
službami delajo z roko v roki, vse zavoljo dobička in »varnosti«. Kaj se je torej zgodilo? 
Kako je mogoče, da se je tehnologija, ki je obljubljala demokratičnost, tako hitro spremenila v 
distopično realnost, ki jo vidimo danes? (Levine, 2018b).  
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Živimo namreč v dobi ekstremne politične razdrobljenosti, ekstremne revščine in skoraj 
popolnega nadzora nad javnim življenjem s strani monopolnih korporativnih interesov v času, 
ko se zdijo kakršne koli resnične demokratične spremembe nemogoče. To je najbolj turobno 
obdobje, ki vseeno prinaša novo upanje in priložnosti – priložnosti za začetek novih socialnih 
in političnih gibanj, ki bi družbo preoblikovala in jo spremenila v bolj svobodno in odprto 
družbo. Internet je eno najbolj efektivnih orožij, ki so jih vlade kadar koli imele in jih 
zgradile. Nadzor ni nekaj, kar se je kar nenadoma pojavilo na internetu, nadzor je bil skrbno 
in načrtno tkan v tkanino tehnologije. Google, Facebook in Amazon izvajajo zasebni nadzor 
nad uporabniki, vohunijo za njimi in neposredno ustvarjajo dobiček. Poleg vsega tega pa še 
opravijo funkcijo in nalogo v prid vojaškim in obveščevalnim silam, katerim zasebne 
informacije pomenijo ključ do uspeha. Vojska je neločljivo povezana s Silicijevo dolino – ta 
je torej militantno-digitalni kompleks, ki je neločljivo povezan z internetom (Levine, 2018b).  
Obstaja veliko definicij o zasebnosti, vendar nobena ni dokončna. Westin zasebnost definira 
kot ''pravico posameznikov, skupin ali institucij/ustanov, ki same determinirajo, kdaj, kako in 
koliko informacij o sebi bodo sporočile drugim'' (Westin, 1970, str. 7). Če pogledamo 
razmerje med individualno in socialno participacijo, je zasebnost prostovoljni in začasni umik 
osebe iz splošne družbe s fizičnimi in psihološkimi sredstvi, bodisi v stanju samote ali majhne 
skupine ali med večjimi skupinami ljudi. Opozoriti pa je treba, da želja po zasebnosti nikoli ni 
absolutna. Želja po sodelovanju v družbeni in socialni participaciji je enaka kot želja po 
zasebnosti.  
V splošnem ideja zasebnosti po Wacksu zajema željo po tem, da bi bili sami in svobodni – s 
tem je mišljeno biti neoviran in neomejen s strani drugih. To se nanaša tudi na vohunjenje, 
vohljanje in nezaželen vdor javnosti v prostor, ki ga potrebujemo za intimne in osebne 
odločitve brez vdora države. Za zaščito zasebnosti je pomembno razumevanje odnosa 
posameznika do družbe. Ko enkrat priznamo ločitev med javnim in zasebnim, prevzamemo 
družbo, v kateri ni smiselna le takšna delitev, temveč tudi institucionalna struktura, ki to 
omogoča. Z drugimi besedami, za vzpostavitev zasebnega se predpostavlja javno (Wacks, 
2010). 
Lampe zasebnost pojmuje kot ''nekaj, kar ni javno. Gre torej za imaterialne dobrine, ki jih 
posameznik noče ali ne bi hotel nameniti javnosti, ali vsaj ne širši javnosti, včasih le 
določenim osebam, včasih niti njim'' (Lampe, 2004, str. 39).  
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Sam ustanovitelj in razvojni oče najpopularnejšega družbenega omrežja Mark Zuckerberg 
razbija mit zasebnosti in razglaša, da zasebnost več ne obstaja in da je mrtva. V svoji politiki 
zasebnosti, ki jo vsak na novo registriran uporabnik sprejme, opazimo veliko vrzeli, ki jih ob 
podrobnejšem analiziranju in preučevanju moramo razčleniti in razjasniti (Keen, 2012).  
Razlog za raziskovanje te tematike je večno vprašanje, ki se mi kot uporabnici Facebooka 
zastavlja: Ali ni paradoksalno, da kljub zavedanju o zlorabi zasebnosti še vedno uporabljamo 
družbeno omrežje, ki izkorišča zasebnost v namen produciranja podatkov o meni, tebi in vseh, 
tudi tistih, ki družbenega omrežja sploh ne uporabljajo? Paradoksalne so tudi debate zunaj 
akademske skupnosti, kadar nevedni posamezniki operirajo s Facebookom kot s kanalom, 
preko katerega sprostijo svojo jezo, svoje misli, podatke o vseh sferah posameznika, v 
mišljenju, da ni mogoče, da bi Facebook kadar koli izkoristil to, kar mu damo. Družba niti ne 
razmišlja več o pomenu zasebnosti, zdi se jim samoumevna, neproblematična.  
Osrednje raziskovalno vprašanje diplomske naloge, s katerim se bomo ukvarjali, se glasi: 
Kako Facebook spreminja razumevanje delitve med zasebnim in javnim? 
Metoda, s katero se bomo lotili pisanja diplomske naloge, bo metoda diskurzivne analize. 
Diskurzivna metoda oz. analiza ni le metoda, ampak gre za celovit teoretsko-metodološki 
okvir. Diskurzivna metoda zadeva vse in konstruira družbenopolitično realnost in pomen. 
Pravzaprav so diskurzi vedno tudi del političnega boja in tudi instrumenti ter hkrati polje, kjer 
se soočajo politične sile. Pri diskurzivni analizi gre za analiziranje povedanega, zapisanega 
(Machin in Mayr, 2012).  
Z diskurzivno analizo bomo tako analizirali zbrano literaturo. Lotili se  bomo tudi analize 
primarnih virov in analize sekundarnih virov – to bodo predvsem spletni viri. Gre za analizo 
koncepta zasebnosti in javnosti ter razmerja med tema dvema konceptoma. Sledila bo analiza 
socialnega omrežja Facebook, ključen del diplomske naloge pa bo razčlenitev »Pogojev 
storitve«. Razčlenili ga bomo po delih, ki zadevajo vsebino diplomske naloge. Za vstop v 
polje našega raziskovanja bodo uporabljeni različni spletni članki, ki razdelajo omejitve 
spleta, osredotočili pa se bomo tudi na različne članke, v katerih je zajeta tematika, ki zadeva 
temo diplomske naloge.  
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2 POMEN ZASEBNOSTI V LIBERALNIH DEMOKRACIJAH 
Koncept liberalne demokracije v svojih temeljih ločuje zasebnost in javnost. Teorija 
liberalizma si prizadeva, da se omeji oblast in se definira zasebna sfera, ki je posledica 
delovanja držav. Liberalni teoretiki vidijo javno življenje kot sfero deliberacije in prisile, 
potrebne za zaščito posameznikovega zasebnega življenja, sfere spontanega občutka in dejanj, 
ki zagotavljajo srečo. Liberalizem kot teorija zagovarja svobodnega posameznika, država pa 
je zgolj institucija, ki bdi nad posamezniki. Poudariti je treba, da liberalizem ustvari zasebno 
sfero, v kateri posamezniki delujejo po lastnih preferencah, javna sfera pa je tako pod 
okriljem države – ta pa ni več absolutna. S tem mislimo, da se država več ne vmešava v 
posameznikovo zasebnost, tako da ta lahko deluje po svoji lastni presoji in lahko svobodno 
zadovoljuje svoje interese.  
Razločitev med javnim in zasebnim tako najde mesto v liberalni politični misli. Besedi sta 
dobili večji pomen šele konec 17. stoletja, ko je beseda zasebno pomenila življenje, ki je 
onstran javnega, ki je zaprto in obdano s prijatelji in družino, medtem ko javno življenje 
pomeni življenje, ki je vidno vsem (Splichal, 2002, str. 103). Giddens (1991, str. 152) govori 
o tem, da je dihotomija med javnim in zasebnim nujno potrebna in da je dobila smisel šele 
takrat, ko je država s svojimi ukrepi prodrla v življenje posameznika na vsakodnevni ravni. 
Dihotomija je tako dobila dvojni pomen: kot država/civilna družba in vsem vidno/prikrito. 
Ključni pomen pridobi tako zastavljena dihotomija med civilno družbo in državo za liberalno 
politično misel.  
Za Habermasa je javno pojmovano kot sfera javne oblasti. Zasebno razume kot trg, ki se 
ravna po sebi lastnih zakonih in tvori sedež avtonomije. Prav zaradi tega v to področje država 
ne sme posegati. Njena naloga je, da skrbi za ohranjanje lastnine in uresničevanje pogodb. V 
kolikor pa bi posegala v zasebno sfero, pa bi uničila avtonomijo civilne družbe (Habermas, 
1962/1990).  
Omeniti je treba Johna Locka, ki velja za očeta liberalizma. Locke trdi, da je osrednja 
institucija oblasti država, ki varuje ljudi pred naravnim stanjem, ki je anarhično, kar pa je še 
najpomembneje, da se ne vmešava v življenje ljudi. V takšni obliki so ljudje svobodni in 
enaki pred zakonom, vendar je pogoj, da se oblast spoštuje (Locke, 1632/1704). Misleci v 
takratnem času so poudarjali pomembnost zasebne sfere, ki je del posameznikovega življenja, 
v katerega Cerkev in država nimata vstopa. Tako bi posameznik začel živeti svobodno. 
Beetham (1992, str. 41) govori o petih ključnih elementih liberalizma in v enem izmed teh 
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zasebnost definira kot avtonomno civilno družbo, trg in zasebno lastnino, družino in zasebne 
odnose ali individualno zavest. Opozori na dejstvo, da je demokratična država tudi omejena 
država, čeprav ni dorečenega soglasja o tem, kje naj bo meja. Beetham govori tudi o 
pomembnosti četrtega elementa, to je omejena moč oblasti, in pravi, da je ključna sfera 
civilne družbe, v kateri se mnenja in stališča morajo oblikovati na način, ki je neodvisen od 
oblasti. Ključna je torej omejena vloga države. 
Čeprav Hegel ni liberalec, se je ukvarjal z distinkcijo med javno in zasebno sfero. Oddaljil se 
je od liberalne teorije in zasebnost definira kot sfero materialne nujnosti in spontanosti, 
medtem ko je javno sfera svobode, v kateri deliberacije in prisile ni (Hegel, 2013).  
Teorija liberalne demokracije predpostavlja, da mora dobro življenje posameznika vsebovati 
pomembna interesna področja, ki so ločena od politične participacije – s tem mislimo čas, ki 
je namenjen za šport, umetnost, literaturo in podobne nepolitične dejavnosti. Ta področja 
individualnih dejavnosti posameznika odvračajo od popolne politizacije življenja in 
omogočajo uspeh in srečo ter služijo kot alternativa politični karieri in državljanski vlogi 
(Westin, 1970). 
Jasno je, da je temelj vsakega političnega sistema oblikovanje in balansiranje zasebnosti, saj 
je model zasebnosti, razkrivanja in nadzora funkcionalno potreben in nujen za oblikovanje 
določene vrste političnega režima. Zasebnost v liberalnih demokracijah ni absolutna pravica. 
Uresničevanje zasebnosti ustvarja nevarnost za demokracijo, to pa vodi v oblikovanje 
socialnih in pravnih okvirjev. Zasebnost lahko povzroči brezbrižnost državljanov do političnih 
in socialnih potreb, zato mora družba poskrbeti, da državljane vrne k participaciji (Westin, 
1970).  
Segregacija zasebnosti in javnosti je torej glavno načelo liberalizma. Na liberalizem lahko 
gledamo kot na argument, ki je razlagal, kje so meje zasebne sfere glede na to, katera načela 
je treba popraviti, od kje pridejo interference in kako jih je treba nadzirati (Wacks, 2010).  
V tem poglavju je treba omeniti tudi osrednjo omejitev liberalnega razumevanja, torej 
razmerje med zasebnim in javnim, in sicer nenaslavljanje problema vdora v zasebnost s strani 
zasebnih korporativnih akterjev. V liberalni teoriji se vedno govori samo o razmerju med 
državo in posameznikom, nikoli pa o dejansko osrednjem trikotnem razmerju med 
posamezniki, korporacijo in državo. Z drugimi besedami se korporacije razume kot dele 
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civilne družbe in posledično se njihovo delovanje izhodiščno razume kot neproblematično za 
zasebnost posameznikov. 
To problematiko kritično naslovi preučevalec nastanka interneta Yasha Levine (2018a), ki 
opozori na krizo (ne)razumevanja koncepta zasebnosti. Opozori na delovanje korporacij, kot 
so Facebook, Google in Apple, ter ostale, ki bore malo skrbijo za zaščito zasebnosti 
uporabnikov. Pravzaprav jih označi za lobije in the lords of the internet1 – enostavno rečeno, 
vse, kar želijo, je to, da ohranijo na koncu dneva svojo lastno komercialno licenco proti vsem 
vrstam vladnih ureditev. Govori tudi o lobiranju z vlado. Zavedati se je treba, da podjetja, kot 
sta Google in Facebook, ustvarjajo dobiček z internetnim brskanjem uporabnikov in časom, ki 
ga posameznik porabi ob prebiranju novih objav, podajanju in prebiranju osebnih podatkov in 
fotografij, doma ustvarjenih videov. Te korporacije so odvisne od te vsebine, pa čeprav same 
tega niso ustvarile. Če ljudje vsega tega ne bi delili, korporacije ne bi služile. Pravzaprav ne bi 
bilo ničesar mogoče poiskati ali gledati. Vse, kar so korporacije naredile, je, da so združile 
vse, kar jim je posamezni uporabnik ponudil. Levine te korporacije na fundamentalni ravni 
označi kot trakulje, kot nekakšne digitalne parazite, ki so celovito in hitro uporabile naša 
kulturna življenja za izrabo vsega, brez da bi kar koli vrnila uporabnikom in ustvarjalcem, ki 
so pravzaprav producirali to kulturo. Opozori samo na dve pasti, ki sta grožnji tem 
korporacijam. To so avtorske pravice in zasebnost. Da bi si zagotovili, da to nikoli ne bi 
postalo problematično, je Silicijeva dolina poskrbela tudi za to. Ustvarila je močan ustroj za 
lobiranje in odnose z javnostmi. Govori tudi o tem, da korporacije niso vohuni, so zgolj 
zbiralci podatkov, ki jih personalizirajo.  
  
                                                          
1
 S tem mislimo, da so t.i. gospodje interneta oz. vodilni. 
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3 PROBLEMATIČNOST RAZUMEVANJA ZASEBNOSTI 
3.1 Razumevanje zasebnosti v očeh posameznikov 
Informacijsko komunikacijska tehnologija je spremenila koncept zasebnosti. Uporabniki te 
tehnologije postajamo vse bolj pasivni in transparentni. Posameznikove zasebnosti več ne 
varujemo, jo le še razkazujemo. Govorimo lahko o tem, da se danes zasebnost trži in se z njo 
trguje, torej je postala tržno blago. Problematično je tudi dejstvo, da si vsak posameznik 
zasebnost razlaga po svoje (Kovačič, 2006). 
Danes, ko smo priča hitro razvijajoči se digitalni dobi, je izmenjava osebnih podatkov v 
virtualnem svetu povsod navzoča. Na spletnih socialnih omrežjih se posameznike spodbuja, 
da si kot uporabniki ustvarijo osebne profile, preko katerih se povežejo z bližnjimi in 
»oddaljenimi drugimi«, kar pa povzroči nujo po samorazkritju, ki tako odigra bistveno vlogo 
pri vzdrževanju odnosov in samem razvoju le-tega. Razkrivanje svoje identitete poteka preko 
posodabljanja svojega profila in informacij, posodabljanja stanja računa, deljenja fotografij in 
videoposnetkov, vse to pa vključuje še komentiranje objav drugih. Ta eskalacija izmenjave 
oziroma deljenja podatkov postavlja vprašanja tveganj in posledice, ki jih prinese tako 
početje. Na spletno razkrivanje posameznikov tako vplivajo dejavniki odnosa do zasebnosti, 
varnosti in transparentnosti. Glede na vsesplošna razkritja osebnih podatkov, ne samo na 
socialnih omrežjih, je vprašanje samorazkrivanja razširjeno v medijskem prostoru. Virtualno 
okolje, v katerega smo posamezniki vpeti in kjer so osebni podatki – imena, naslovi, mnenja, 
vrednote – prosto dostopni, se pojavlja širši razmislek glede regulacije zasebnosti. V takem 
okolju posameznik nima občutka, kje so meje zasebnosti, kaj sme deliti in česar ne sme, kaj je 
dovoljeno in kaj ni in kakšne posledice to prinaša (Tsay-Vogel, Shanahan in Signorielli, 
2018).  
''Samorazkrivanje posameznikov se nanaša na komunikacijsko vedenje, kar pomeni, da 
posameznik zavestno razkriva informacije o sebi in s tem seznani druge'' (Derlega in Berg, 
1987, v Tsay-Vogel in drugi, 2018). Prav socialna omrežja in splet so naravnani tako, da 
posameznike celo spodbujajo k razgaljanju zasebnosti uporabnikov in deljenju osebnih 
podatkov. Da se to lahko zgodi, pripomorejo razna orodja in funkcije, ki so ustvarjene s tem 
namenom. Pravzaprav raziskave kažejo, da morajo ljudje biti pripravljeni razkrivati 
informacije in osebne podatke, da bi lahko v celoti izkoristili in doživeli to izkušnjo in se 
počutili koristne in pomembne na socialnih omrežjih. Na socialnih omrežjih ni direktne 
komunikacije med ljudmi, ne zgodi se interakcija posameznikov, kjer bi se vzpostavil stik z 
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očmi in kjer bi lahko ljudje preko direktne komunikacije izvedli socialne stike. Zato je na 
socialnih omrežjih potreba po razkrivanju informacij še večja in širša, da se nadomesti 
odsotnost teh dejavnikov, ki so prisotni v osebni komunikaciji. Raziskovalci so ugotovili, da 
proces samorazkritja ne pomaga le pri vzpostavljanju socialnih interakcij, ampak krepi in 
bogati družabne stike in prijateljstvo na dolgi rok. Dlje ko je uporabnik izpostavljen 
socialnemu omrežju, večja je možnost razkrivanja informacij. Opozoriti je treba tudi na to, da 
socialna omrežja spodbujajo neko kolektivno simbolno okolje, ki vključuje posredovanje 
skupnih zgodb in vrednot. Stalna izpostavljenost socialnim omrežjem vodi v kultiviran pogled 
na svet. Uporabniki socialnih omrežij so izpostavljeni posredovanim oblikam 
samorazkrivanja, kar vpliva na zaznavanje družbene realnosti, zlasti dojemanja. Družbeni 
mediji tako močno vplivajo na življenja posameznikov. Pogosto se zgodi, da posamezniki 
spremenijo način obnašanja in zaznavanja okolice, družbena omrežja poosebijo. Družbena 
omrežja postanejo del njihovega življenja in pomemben vir pridobivanja informacij. 
Raziskave kažejo tudi na to, da večina uporabnikov družbenih omrežij novice pridobi na njih, 
zato več ni potrebe po brskanju za novicami. Zaradi poplave osebnih podatkov, ki so na voljo 
na družbenih omrežjih, in zaradi vprašanja zasebnosti, se tej temi posveča čedalje več 
pozornosti. Previdnost pripisujejo vplivu digitalnih tehnologij, ki so razbile prostorske in 
časovne razdalje, s tem pa močno vplivale na komunikacijo. Spletna družbena omrežja so 
tako platforme, ki spodbujajo deljenje osebnih podatkov in kjer so meje zasebnosti postopoma 
postale bolj ohlapne – kjer se o zasebnosti posameznikov več ne govori. Socialna omrežja 
kultivirajo posameznike, uporabniki pa želijo prostovoljno in namerno sodelovati v in na njih. 
Po raziskavah sodeč je zasebnost v veliki meri povezana z željo po varovanju osebnosti na 
institucionalni ravni. V obilici informacij, ki so prosto in javno deljene s strani uporabnikov, 
je promoviranje grožnje z zasebnostjo in podpiranje varovanja zasebnosti to ublažilo. 
Ugotovljeno je tudi, da posamezniki veliko hitreje in lažje razkrivajo informacije preko 
družbenih omrežij drugim oz. ljudem, ki jih ne poznajo tako dobro (Tsay-Vogel in drugi, 
2018).  
Vse več uporabnikov je zaskrbljenih zaradi zasebnosti, saj menijo, da je njihova zasebnost 
ogrožena bolj kot kadar koli prej, saj je k temu močno pripomogel razvoj tehnologije. Baze 
podatkov in internetni zapisi vsebujejo raznorazne podatke, vse od računovodskih izkazov, 
zdravstvenih kartotek, beležijo pa se tudi mobilni klici. Zanimivo je dejstvo, da uporabniki 
nimajo znanja, kako se spoprijeti z reševanjem teh problemov in kako se soočiti s problemom 
razkrivanja zasebnosti. Pomanjkanje znanja, pomanjkanje zavesti o tem, katere informacije 
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vse se hranijo, je pripeljalo do vprašanja zasebnosti ne samo na splošno, ampak predvsem na 
Facebooku in ostalih družbenih omrežjih (Nyoni in Velempini, 2015).  
Zasebnost je prešla v virtualni svet z nastankom interneta. Kovačič (2006) pravi, da je 
zasebnost v današnji družbi močno načeta. ''Živimo v svetu, v katerem se »moramo« 
odpovedati delu svoje zasebnosti v imenu večje funkcionalnosti in udobja, sodobni 
Panoptikon pa je zasnovan tako, da se posamezniki nadzoru podrejajo celo prostovoljno'' 
(Kovačič, 2006, str. 33).  
Več kot dve milijardi uporabnikov uporablja socialna omrežja, ki sodelujejo in gradijo spletna 
socialna omrežja, kjer gre za nalaganje in deljenje več sto milijard podatkov. Po napovedih 
bodo spletna socialna omrežja v prihodnjih letih še rasla v številu uporabnikov in predvsem v 
količini podatkov, ki jih uporabniki naložijo in dajo v skupno rabo. Ogromne količine 
podatkov na socialnih omrežjih so producirane s strani uporabnikov samih, zato to jasno kliče 
po spremembi ureditve zasebnosti. Tako bi uporabniki imeli tudi koristi od socialnih omrežij, 
v zameno za varovanje osebnih podatkov in njihove zasebnosti. Zaščita zasebnosti 
uporabnikov je esencialno pomemben del Splošne deklaracije za človekove pravice. To je kot 
ene vrste obramba in zaščita pred nezakonitimi dejavnostmi, ki vodijo v zlorabo osebnih 
podatkov, kršitev zasebnosti na socialnih omrežjih, krajo identitete, kibernetskih napadov in 
ustrahovanj (Such in Criado, 2018). 
Uporabniki socialnih omrežij, ne samo Facebooka, so pripravljeni razkriti zelo osebne vidike 
njihovih življenj, kot so počitniška potovanja ali celo razkrivanje delovnega mesta. Ti podatki 
so javno dostopni, oglaševalci pa s temi podatki trgujejo, prav tako pa so ti podatki pomembni 
za kibernetske napadalce, ki pridobivajo informacije o uporabnikih. Osebni podatki, v kolikor 
so pridobljeni po nezakoniti poti, imajo velik potencial za napadalce. Poročilo skupine 
Varnost in zasebnost na socialnih omrežjih iz leta 2015 kaže na to, da je Facebook sledil 
zgodovini brskanja uporabnikov, vključno z uporabniki, ki že dolgo nimajo Facebook računa. 
Te neposredne kršitve zasebnosti pomenijo, da podatki na Facebooku niso tako zavarovani, in 
kar je še pomembneje, da uporabniki nimajo nadzora nad tem, kdo ima dostop do teh 
podatkov. Izmenjava podatkov tako razkriva pomembne informacije o tem, kako uporabniki 
komunicirajo, kar tretjim osebam pomaga pri profiliranju teh uporabnikov. Govorimo lahko 
tudi o tem, da ima vlada možnost, da »vohuni« za posamezniki preko uporabe teh podatkov, 
ki so dostopni na Facebooku (Nyoni in Velempini, 2018).  
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Zakaj se uporabniki na spletu neustrezno obnašajo? Uporabniki se ne zavedajo potencialnih 
groženj glede podatkov, ki so jih objavili na Facebooku. Med te grožnje lahko vključimo:  
 Profiliranje posameznikov – zaradi vseh dostopnih podatkov, ki so na voljo, lahko 
organizacije, ki se ukvarjajo s trženjem, ali organi kazenskega pregona uporabijo 
podatke v namen profiliranja vsakega posameznika. 
 Goljufije in goljufije identitet – že večkrat se je izkazalo, da je prišlo do prevar, 
storjenih na Facebooku, vse od kloniranja računa uporabnika za namen goljufije. 
 Nadzor in kibernetsko ustrahovanje – razpoložljive osebne podatke lahko uporabijo 
za namen nadzora ali nadlegovanja in zlorabljanja. 
Ljudje na družbenih omrežjih in spletu delijo podatke in pogosto ne razmišljajo o razlogih, 
zakaj bi te podatke delili z ostalimi, ter so mnenja, da imajo nadzor in pregled nad tem, kdo 
dostopa do te vsebine. Ne predvidevajo pa tveganj, kaj se zgodi s temi podatki, v kolikor 
pridejo v napačne roke. Omeniti moramo tudi vpliv razkrivanja osebnih podatkov na 
zaposlitve posameznikov. Vse pogosteje se zgodi, da delodajalci še preden sklenejo pogodbo 
s posamezniki, pregledajo profile na družbenih omrežjih. Delodajalci se želijo prepričati o 
tem, kakšne posameznike bodo zaposlili. Neprofesionalno obnašanje posameznikov na 
socialnih omrežjih ima lahko negativne posledice na zaposlitev. Velikokrat se zgodi, da 
posamezniki delijo informacije o svojih delovnih mestih in zaposlitvi, kar vodi v razkrivanje 
podatkov o zaposlitvi, delovnih mestih in delodajalci. Delodajalci si tega ne želijo (Furnell, 
2010; Nyoni in Velempini, 2018). 
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3.2 Korporacije in razumevanje zasebnosti znotraj njih 
Razmerje med posamezniki in korporacijo je veliko širše razmerje kot razmerje 
posameznikov v korporacijah. Korporacije so lahko kompleksne entitete, ki zagotavljajo in 
ustvarjajo tehnologijo, socialna omrežja in elektronske pripomočke. Vprašanje zasebnosti 
znotraj tega ni nobena izjema. Ravno zaradi dobičkonosnosti korporacij se pojavlja dvom o 
zaščiti zasebnosti. Habermas (2006, str. 419) trdi, da ''so institucionalni akterji, kot so 
korporacije, še posebej vplivni pri formaciji javnega mnenja in distribuciji interesov moči''. 
Cukier, Ngwenyama, Bauer in Middleton (2009, str. 177) trdijo, da ''korporacije in posebne 
interesne skupine uživajo privilegiran dostop do medijev in so v položaju, ko lahko 
uporabljajo profesionalne tehnike, s katerimi so pogosto močnejše od akterjev civilne družbe''. 
Vendar to ne pomeni, da imajo korporacije in drugi institucionalni akterji monopol nad tem, 
kako je tehnologija razumeta, ampak zavzemajo določeno pozicijo moči, ki jo lahko izvajajo 
nad ostalimi družbenimi akterji in posledično posamezniki.  
Milton Friedman, eden od začetnikov, »oče« in oblikovalec sodobnega kapitalizma in njegove 
ekonomske strukture, je predstavil fundamentalne temeljne karakteristike modernih 
dobičkonosnih združb (Klein, 2016). V enem izmed intervjujev je podal definicijo 
korporacije: 
''Je lastnina njenih delničarjev. Interes le-te je interes delničarja/ev.'' 
Korporacije morajo storiti vse, kar je potrebno, da obvladujejo maksimalni dobiček. Friedman 
govori tudi o Edwardu Snowdnu, ki je pihnil piščalko trenutne globalne nadzorne sheme, ki je 
zajemala številne vladne agencije in korporacije. Snowden govori o tem, da kadar koli so bile 
korporacije soočene z odločitvijo, ali obvarovati zasebnost in interese strank in s tem ogroziti 
njihove tekoče operacije in dobiček ali pa se na drugi strani upreti vladnim pritiskom in 
nadaljevati posel, se nobena od korporacij ni nikoli odločila za zaščito klienta. Le redke so se 
odločile za to potezo in prenehale z delovanjem, kot pa da bi ogrozile uporabnikovo 
zasebnost. Ta, za katero je prepričan, da je bila to pripravljena storiti, je bila Snowdnova. Vsi 
glavni igralci igre – vse od Facebooka, Microsofta, Appla, Googla – so izbrali dobiček pred 
zasebnostjo in ohranjanjem in varovanjem le-teh. Poleg tega se moramo zavedati, da so prav 
te korporacije bile prve, ki so podale izjavo o tem, da bi uredile nadzor nad tem (Klein, 2016). 
Zasebnost predstavlja v zadnjih nekaj letih vse večjo skrb za posameznike in razne 
organizacije. Eric Snowden, ki smo ga omenili že prej, je nedolgo nazaj, leta 2013, razkril, v 
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kolikšni meri se je Ameriška nacionalna varnostna agencija (NSA) infiltrirala v 
posameznikova življenja kot tudi v organizacije in kakšne so zmožnosti varovanja teh 
podatkov. Snowden razkriva lahkotnost, s katero vlada sledi in shranjuje podatke o internetni 
dejavnosti posameznikov. Razkril je tudi dejstvo, da je varnostna agencija delovala tudi pod 
krinko, torej z uporabo lažnih osebnosti zgolj z namenom nadzora. Razkril je tudi, da je 
ameriška vlada delovala z velikimi korporacijami, kot so Apple, Microsoft, Google in ostale. 
To pomeni, da je ameriška vlada pravzaprav imela dostop do vseh podatkov, ne da bi to 
morali zahtevati od tretjih oseb. Ameriška vlada je imela tako prosto pot in vrata ter možnost, 
da sledi vsakomur. Snowden je s tem povzročil potrebo po zavedanju o tem, kakšno varnost 
vršijo korporacije nad podatki in kako malo zaščitnih ukrepov za njih sploh obstaja (Pridmore 
in Overocker, 2014).  
Pet let po razkritju Snowden čuti zadovoljstvo, saj je njegovo razkritje podatkov zamajalo 
vlade, obveščevalne agencije in internetne družbe. Čeprav so nekateri kritiki mnenja, da se do 
danes ni nič spremenilo, ostaja mnenja, da temu vendar ni tako. Če ne drugega je 
najpomembnejša stvar osveščanje javnosti. Ljudje so danes resda še vedno nemočni, a so se 
začeli zavedati, s čim so obkroženi, kdo izvaja nadzor nad njimi in kdo operira ter dostopa do 
osebnih podatkov. Ne obžaluje, da je razkrinkal delovanje Ameriške nacionalne varnostne 
agencije. Povzročil je številne debate in razprave širom sveta, kje je črta med zasebnostjo in 
nadzorom. Z razkritjem, po besedah Snowdna, se borba šele začenja (MacAskill in Hern, 
2018).  
Internet je danes naravnan v mrežo tako, da nadzoruje čim več podatkov, kar koristi 
korporacijam in vladam, ki so ustvarile kompleks, imenovan nadzorstveno-industrijski 
kompleks. ''Vlade dobijo v zameno za bolj ohlapno regulacijo teh podjetij zbrane podatke, 
podjetja pa kujejo dobičke iz zbranih podatkov.'' (Završnik in Levčnik, 2014).  Korporacije 
pridobivajo na moči, saj razvijajo nove oblike storitev, ki uporabnikom lajšajo storitve. Lep 
primer tega je računalništvo v oblaku. Korporacije imajo tako lažji dostop in nadzor nad 
podatki. Ljudje tudi vse bolj uporabljamo tehnologijo in naprave, ki so nadzorovane s strani 
proizvajalcev na daljavo (Završnik in Levčnik, 2014). Štefančič (2016) opozarja: 
Korporativni dobički so nad interesi države. Država, ki nima več pravega regulativnega 
nadzora nad samopašnimi, despotskimi in destruktivnimi ambicijami finančnih trgov in 
korporacij, je pač kot ustvarjena za ožemanje. Vse to daje korporacijam neizmerno, tako 
rekoč nepredstavljivo moč. Korporacija lahko zdaj državi napove vojno. Lahko jo napade. 
Okupira. Država ima le še toliko suverenosti, kot ji je priznavajo in dopuščajo tuje 
korporacije. Država mora poslej le še paziti, da tujih korporacij z zakonodajo ne užali ali 
prizadene. In ker se mora država prilagoditi korporacijam, ne pa nasprotno, je najbolje, da 
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kar sama preventivno – v izogib tožbam, arbitriranju in pogubnim odškodninam – sprejme 
zakonodajo, ki je korporacijam pisana na kožo. Še bolje: tuje korporacije naj državi kar same 
napišejo zakonodajo.  
 
Omeniti je treba tudi Morozova, ki velja za enega najbolj kritičnih internetnih mislecev in 
aktivistov današnjega časa. Morozov kritično poda razmislek o vlogi interneta in mogočnih 
gigantskih korporacijah. Google doktrino definira kot navdušujoče prepričanje v osvobajajočo 
moč tehnologije, ki jo spremlja neustavljiva želja po vključitvi v Silicijevo dolino, kjer se 
začne globalna vojna za svobodo. Silicijevo dolino je nadel z oznako provincialna, saj zaradi 
internetne in tehnične evforije in zagona predstave o kompleksnosti sveta nikoli ni imela. Po 
njegovem kritičnem mnenju internet ne prinaša nobenih pozitivnih učinkov, ampak se na 
družbenih omrežjih razširja sam negativizem, vse od ksenofobije, nacionalizma, rasizma. 
Opozarja, da je preprosta domneva, da bo boljša tehnologija prinesla in pripeljala do bolj 
odprtih družb in demokratičnih vlad, napačna in lahko nevarna. Pomembno vprašanje, s 
katerim se Morozov prav tako ukvarja, je vprašanje nadzora. Trdi, da je nadzor in dajanje 
podatkov danes s številnimi novimi tehnologijami in tehnikami veliko lažje in da se zasebnost 
nadzoruje tudi s socialnim mreženjem. Vprašanje zasebnosti naslovi z delovanjem datotek v 
oblakih, potem vprašanjem zasebnosti na mobilnih telefonih in lokacijo posameznika. 
Opozori tudi na dejstvo, da je večina posameznikov nekompatibilna in ne zaščiti svoje 
zasebnosti, čeprav obstajajo nepopolni zaščitni ukrepi. Prav tehnologije, ki bi naj 
posameznike spodbudile k demokratični participaciji, so ustvarile populacijo couch potatoes2 
(Morozov, 2011).  
  
  
                                                          
2
 Mišljeno, da so prav te tehnologije, ki naj bi posameznike spodbudile k demokratični participaciji ustvarile 
populacijo zasvojencev. 
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4 FACEBOOK KOT PRIMER DRUŽBENEGA OMREŽJA 
 
 
''Facebook ti pomaga ohranjati stike in deliti podatke z ljudmi iz tvojega življenja.'' 
(Facebookov zapis na naslovni strani) 
Socialna omrežja so spremenila način komunikacije in zato si študentskega življenja brez 
Facebooka skorajda več ne znamo predstavljati. Od svoje ustanovitve leta 2004 je ta 
priljubljena storitev socialnega omrežja hitro postala osnovno orodje in ogledalo družbene 
interakcije, osebne identitete in gradnje mrež med študenti. Spletišča socialnih omrežij 
prodirajo v vsakdanje življenje svojih uporabnikov in kot razširjena tehnologija postajajo 
nevidna, splošno sprejeta, povsod dostopna in samoumevna. Vsesplošno razširjena 
tehnologija pogosto vodi do nenamernih posledic, kot so ogrožanje zasebnosti in spremembe 
v odnosu med javno in zasebno sfero. Posebne skrbi socialnih omrežij so nenamerno razkritje 
osebnih podatkov, slab ugled, nadlegovanje, zalezovanje in podobno.  
Poslanstvo Facebooka, vse od njegove ustanovitve, je grajenje močne skupnosti, ki bo ljudem 
približala svet in ga povezala. Ljudje z uporabo Facebooka ostanejo povezani s svojo družino 
in prijatelji, odkrivajo, kaj se dogaja po svetu, in delijo mnenja o tem, kar se jim zdi 
pomembno. Po statističnih podatkih je bilo junija letos na Facebooku dnevno aktivnih 1,47 
milijard uporabnikov (''Facebook Company Info'', b. d.). Statistični podatki kažejo, da je v 
drugem četrtletju leta Facebook beležil 2,23 milijarde mesečno aktivnih uporabnikov. Leta 
2012 je kot prvo socialno omrežje doseglo milijardo uporabnikov. Med aktivne uporabnike 
štejemo te, ki so se v socialno omrežje vpisali v zadnjih 30 dnevih. Vse meje prekaša tudi 
uporaba mobilne aplikacije, ki je dosegla neverjetnih 1,74 milijard uporabnikov. Številke nam 
povedo, da je Facebook najbolj popularno svetovno socialno omrežje (Statista, 2018).  
Glede na Facebookovo uradno dokumentacijo naj bi ga definirala njihova »hacker culture« – 
gre za okolje, ki se kaže v hitrem in kreativnem reševanju problemov in dinamičnem 
odločanju. Ljudi se spodbuja, da so drzni. Odprta kultura skrbi, da so ljudje informirani in jim 
omogoča, da se hitro premikajo in rešujejo probleme, ki jih najbolj zanimajo in skrbijo. 
Delujejo v majhnih skupinah in se trudijo razvijati vedno novejše izdelke, ki jih nenehno 
izboljšujejo in nadgrajujejo. Fraza »this journey is 1 % finished«3 pomeni in nas opominja, da 
                                                          
3
 Ta proces je končan zgolj  1 %. Torej s tem mislimo, da se je ta proces šele začel.  
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so šele začeli izpolnjevati poslanstvo, da bi ljudem približali svet (''Facebook Company Info'', 
b. d.).  
Družba Facebook je osredotočena predvsem na gradnjo izdelkov, ki ljudem omogočajo 
povezovanje in izmenjavo preko mobilnih naprav in osebnih računalnikov ter drugih 
elektronskih naprav. Posameznikom in družbi omogoča, da raziskujejo in odkrivajo dogajanje 
po svetu, vključujoč deljenja njihovih mnenj, fotografij in videov ter ostalih dejavnosti, ki jih 
delijo med svoje prijatelje ali javnost z namenom, da ostanejo med seboj povezani. Izdelki te 
družbe vključujejo poleg Facebooka še Instagram, Messenger, WhatsApp in druge. Družba pa 
se ukvarja tudi s prodajo in oglaševanjem oglasov (''Facebook Inc (FB.O)'', b. d.). 
4.1 Razvoj Facebooka 
Ustanovitelj in razvojni oče najpopularnejšega družbenega omrežja Mark Zuckerberg je na 
vprašanja v zvezi z zasebnostjo moral odgovarjati že pred samim Facebookom, ko je leta 
2003 na Harvardu razvil predhodnika, ki se je imenoval Facemash. Ko so se uporabniki tega 
omrežja pritožili, da so bile njihove fotografije uporabljene brez njihovega dovoljenja, se je 
Zuckerberg odločil, da stran izbriše in se opraviči. Od takrat se je vzorec takega početja le še 
nadaljeval. Zuckerberg in ostali uslužbenci Facebooka zelo redko govorijo in operirajo z 
besedo »zasebnost«, ampak raje kot to uporabljajo predpostavko, da ljudje želijo deliti 
informacije dokler lahko nadzorujejo, kako so te uporabljene. Tako kot je bilo z omrežjem 
Facemash, se dogaja tudi s Facebookom, in sicer gre podjetje pač včasih predaleč – v takih 
primerih se Zuckerberg opraviči, Facebook »stvari« spremeni in življenje gre naprej 
(Balakrishnan, Salinas, in Hunter, 2018).  
V času, ko je bil Zuckerberg še študent, so ga intervjuvali za Harvardski časopis v zvezi s 
predhodnim projektom Facebooka, Facesmashom, na katerem se je študente ocenjevalo po 
njihovi atraktivnosti. Fotografije so bile pravzaprav »strgane« in naložene na omrežje. Vendar 
je bilo tega omrežja kaj hitro konec, saj ga je takrat 19-letni Zuckerberg hitro permanentno 
ukinil. Takrat je dejal: 
''Vprašanja, ki zadevajo kršenje zasebnosti ljudi, se mi zdijo obvladljiva in premagljiva. 
Primarna skrb so človekova čustva in občutja. Ne želim užaliti in prizadeti nobenega.'' 
(Balakrishnan, Salinas, in Hunter, 2018).  
Napisal je tudi opravičilno pismo, v katerem se je opravičil in obrazložil, da ni mislil, da bodo 
stvari šle tako daleč in da mu je žal za povzročeno škodo, ki je bila rezultat njegovega 
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zanemarjenega razmišljanja o tem, kako hitro se lahko stvari razširijo in kakšne so lahko 
posledice tega (Balakrishnan, Salinas, in Hunter, 2018).  
Iz ostankov Facemasha je oblikoval, razvil in nadgradil Facebook. Obrazložil je tudi, da lahko 
na tej platformi nadzoruješ, kdo lahko vidi tvoje informacije, da lahko izbereš določenega 
študenta, kateremu bo to vidno. Do teh informacij lahko dostopa samo prijatelj ali prijatelj 
prijatelja. Ljudje imajo tako zelo dober nadzor nad tem, kdo lahko dostopa do teh informacij. 
Povedal je tudi, da nobenega ne sili v to, da bi razkrival podatke o sebi in svoji identiteti. 
Vsak to stori po svoji lastni volji. Že v začetku obstoja tega družbenega omrežja so se 
pojavljala etična in pravna vprašanja o posledicah, ki jih prinaša Facebook.  
Zuckerberg je na to odgovarjal: 
''Vse, kar vidim, je omogočanje pretoka informacij med uporabniki tega omrežja. Ne prosim 
nikogar, da stori nekaj, kar mu ni po godu. Ne zahtevam niti, da nekdo daje in deli podatke o 
sebi. Ljudem zagotavljam dober nadzor nad njihovo zasebnostjo. Na Facebooku lahko vse 
skrijete pred očmi javnosti oz. noben ne vidi vašega profila dokler z vami ne postane prijatelj. 
Vse, kar delamo, je, da uporabnike spodbujamo k uporabi teh stvari, ki so jim na voljo.'' 
(Balakrishnan, Salinas, in Hunter, 2018). 
Kasneje je Facebook prestopil prag Harvarda in prešel tudi med ostale uporabnike. Leta 2005 
je poskušal Zuckerberg zagotoviti, da informacije s Facebooka ne iztekajo po drugih kanalih 
in da jih ljudje ne morejo zbirati. Govoril je, da so zelo pazljivi v zvezi z zasebnostjo ljudi in 
da je to občutljiva tema. V letu 2007 je prišlo do prvega udarca v zvezi s kršitvami zasebnosti, 
ko je družbeno omrežje prešlo izza zidov Univerze med ostalo prebivalstvo. ''Družba je 
predstavila Beacon, ki je stranem tretjih strank omogočila objavo nakupov uporabnikov, razen 
če se ti niso odločili za to. To je pomenilo, da nekateri uporabniki nevede prenašajo in 
oddajajo informacije njihovih prijateljev.'' (Balakrishnan, Salinas, in Hunter, 2018).  Sledilo je 
Zuckerbergovo opravičevanje in pojasnjevanje nastale situacije. Po dveh letih se je Facebook 
odločil za oblikovanje javnih profilov in zagotovil, da se bo družbeno omrežje še bolj 
razvijalo v tej smeri. V svojem govoru leta 2010 je bil navdušen nad tem, kako se je Facebook 
razvil. Z velikim veseljem in ponosom je govoril o tem, da je ljudem postalo »udobno« pri 
izmenjavi ter deljenju informacij in da so ljudje postali bolj odprti z več ljudmi. Poudaril je, 
da si ljudje ne želijo popolne zasebnosti, ampak si želijo kontrole nad upravljanjem z 
zasebnostjo. Želijo kontrolirati to, kar delijo in kar delajo. Razložil pa je tudi, na kakšen način 
so nekatere informacije uporabljene, saj so se pojavila vprašanja v zvezi s tem. Poudaril je, da 
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si želi ta vprašanja razrešiti. Zuckerberg je razložil, da ima vsak uporabnik družbenega 
omrežja kontrolo nad tem, kako so njegove informacije deljene, da Facebook ne deli osebnih 
informacij z drugimi, v kolikor si sami tega ne želimo, da tudi oglaševalcem ni dovoljen 
dostop do osebnih podatkov, da tudi ne prodajajo informacij drugim in zagotavljajo, da bo 
Facebook vedno brezplačno dostopen. Pojavila so se tudi ugibanja in razprave v zvezi z 
deljenjem informacij aplikacijam. Zuckerberg je to odločno zanikal in poudaril, da vsaka 
aplikacija zahteva dovoljenje za vse, kar za vas pomeni zasebno in kar si ne želite deliti. 
Zuckerberg vedno znova govori o pomembnosti zasebnosti in da se ljudi spodbuja, da svoje 
osebne podatke zakrijejo pred javnostjo. Zgolj neke najbolj osnovne informacije so javno 
dostopne vsem. Omogočajo nastavitve zasebnosti, torej da se vsak posameznik odloči, kaj bo 
delil in kdo bo imel dostop do teh informacij. Poudarja se dejstvo, da je zasebnost postala zelo 
kompleksna in jo je treba na pravi način regulirati (Balakrishnan, Salinas, in Hunter, 2018).  
Zanimiva se mi zdi tudi izjava Zuckerberga iz leta 2010, ko je bilo govora o mobilnih 
številkah: 
''Če bi lahko delil svojo mobilno številko z vsemi na Facebooku, tega ne bi storil. Ampak ker 
imam možnost, da jo delim zgolj z mojimi prijatelji, bom to storil.'' (Balakrishnan, Salinas, in 
Hunter, 2018). 
Zuckerberg v največji meri zagovarja tezo, da si ljudje želijo deliti stvari z ostalimi in se 
povezovati z ljudmi iz njihovega življenja, vendar da to storijo, je najpomembnejši nadzor nad 
pretokom in vidnostjo teh podatkov. V podjetju zagotavljajo, da je to stvar, za katero si 
prizadevajo že od prvega dne. V začetku nobeden od uporabnikov ni želel imeti javno 
dostopne strani na internetu. Ampak kakor hitro je bilo možno ustvariti zasebni profil, so se 
ljudje odločili za uporabo in deljenje informacij na internetu. Fundamentalno načelo 
Facebooka je dati ljudem zagotovilo, da lahko sami upravljajo in nadzorujejo podatke, ki jih 
delijo. Dajejo zagotovilo, da se bodo tudi v prihodnosti vsakodnevno borili, da bodo 
informacije varne in zasebne. Ko je Facebook leta 2012 postal javen, je v sporočilu za javnost 
zapisal, da je temeljno načelo tega družbenega omrežja nadzor uporabnikov nad deljenjem 
informacij (Balakrishnan, Salinas, in Hunter, 2018).  
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Po razkritju podatkov Ameriške nacionalne varnostne agencije s strani Erica Snowdna je 
Mark Zuckerberg na strani Facebooka sporočil:  
''Facebook ni in nikoli ni bil del katerega koli programa, ki bi ameriški ali kateri koli drugi 
vladi omogočal neposreden dostop do naših strežnikov. Prav tako nismo nikoli od nobene 
vladne agencije dobili zahtevo ali sodni nalog, ki bi zahteval informacije in podatke. Če bi se 
to zgodilo, bi se proti temu odločno borili. V kolikor pa vlade prosijo Facebook za podatke, 
skrbno pregledamo vsako zahtevo in zagotovimo, da je v skladu s pravnimi postopki in 
veljavnimi zakoni.'' (''Personal Response From Mark Zuckerberg About PRISM'', b. d.). 
Prav tako je v enem izmed zapisov na svojem Facebook profilu leta 2014 zapisal, da je 
zaupanje na internetu danes pomembnejše, kot je bilo to kadar koli prej. Internet je skupni 
prostor in nam pomaga pri komuniciranju in povezovanju, širi priložnosti in nam omogoča 
učenje. Prav zaradi tega smo močnejši in varnejši. ''Da bi bil internet močan, moramo 
zagotoviti varnost.'' To je prvenstvena naloga Facebooka. Izrazil je razočaranje zaradi 
delovanja ameriške vlade, ki to zaupanje ruši (Zuckerberg, 2014).  
Zuckerberg tudi v nadaljnjih zapisih in intervjujih zagotavlja, da za Facebookom stoji veliko 
tehnologije in tehnoloških gigantov, ki varujejo posameznika in njegove informacije. Nov 
spodrsljaj, ki se je pripetil Facebooku letos, je vodil v spremembe Pogojev storitve, ki so jih 
spremenili in uredili 19. aprila letos in jih bomo analizirali v naslednjem poglavju – šlo je za 
škandal v zvezi s podjetjem Cambridge Analytica.  
 
Podjetje Cambridge Analytica je britansko podjetje, ki se ukvarja z zbiranjem podatkov za 
spremljanje obnašanja občinstva (''Cambridge Analytica'', b. d.). V času ameriških volitev leta 
2016 je s pomočjo Facebooka pridobilo podatke o ameriških volivcih, jih profiliralo in 
vplivalo na specifično populacijo v času volitev. S pomočjo zasebnih podatkov uporabnikov 
Facebooka je odločno pripomoglo k zmagi ameriškega predsednika Donalda Trumpa (V ZDA 
razširili preiskavo Facebooka in Cambridge Analytice, 2018; Facebook bo v desetih letih 
močnejši kot obveščevalne agencije, 2018). Po podatkih Facebooka je podjetje pridobilo 
podatke okrog 87 milijonov uporabnikov (Zuckerberg: Še vedno sem najprimernejši za 
vodenje Facebooka, 2018). Zuckerberg je dodal, da je šlo za zlorabo zaupanja med 
Facebookom in uporabniki, ki pričakujejo zaščito. ''Facebook ni sodeloval pri zlorabah, 
vendar pa ni ustrezno zaščitil podatkov, ki jih je dobilo podjetje Cambridge Analytica in jih 
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izkoristilo za psihološke profile ameriških volivcev v korist kampanje Donalda Trumpa''. 
(Zuckerberg priznal napake in napovedal spremembe, Izrael sprožil preiskavo Facebooka, 
2018).  
Enormne količine podatkov, ki so ustvarjene na družbenih omrežjih – govorimo lahko o 
tilijonih bajtov podatkov –, pomenijo nevarnost ne le kibernetskih napadov, ampak tudi 
prodaje podatkov. Za platforme socialnih omrežij, med katerimi je tudi Facebook, ki si 
prizadeva za povezovanje in komuniciranje ljudi med seboj ter ustvarjanje novih prijateljstev 
in grajenje obstoječih, ni presenetljivo, da jih danes uporablja taka množica ljudi po vsem 
svetu. Ljudje preko Facebooka uživajo v osebnem zadovoljstvu, socialni podpori in 
dokazovanju po tem, da so opazovani s strani prijateljev in ostalih članov Facebooka. 
Vzdrževanje teh odnosov s seboj prinaša tudi ceno. Na družbenih platformah to poteka 
podobno kot v realnosti, torej gre za potrebo po posodabljanju svojih objav in izmenjevanju in 
nadgrajevanju osebnih podatkov, ki so vidni, in pa tudi potrebo po odgovorih s strani drugih 
oseb, ki nam dajejo povratne informacije. Vendar za razliko od resničnega sveta ljudje to 
počnejo na socialnih omrežjih, na katerih za seboj pustijo pomembne informacije, ki 
pomenijo ogromno zakladnico in vir zaslužka. Za seboj puščamo ogromne sledi svojih 
osebnih podatkov, za katere ne vemo, kaj se je z njimi zgodilo oz. kaj se še bo (Vishwanath, 
Xu in Ngoh, 2018).  
Po škandalu s Cambridge Analytico je Facebook te podatke posredoval okrog 60 podjetjem, 
med drugim Amazonu, Applu, Blackberryju, HTC-ju, Microsoftu in Samsungu, čeprav so na 
Facebooku zagotovili, da tega več ne bodo počeli (Facebook spet na udaru zaradi kršenja 
zasebnosti uporabnikov, 2018).  
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4.2 Poslovni model Facebooka 
Vse več internetnih podjetij zbira in pridobiva osebne podatke svojih uporabnikov in jih 
uporablja za omogočanje ciljnega oglaševanja in prilagajanja oglasov le-tem. Porabniki tako 
zaznajo prilagojeno vsebino oglasov na teh spletnih mestih, saj je ta usklajena z njihovimi 
interesi, vendar če pogledamo z druge strani, podjetja tako vstopajo v polje posameznikove 
zasebnosti (Tucker, 2014).  
Družbeno omrežje Facebook je zelo problematično na področju zasebnosti. Govorimo lahko o 
tem, da je Facebookov poslovni model služenje zgolj in edino s prodajo informacij o 
posameznikih drugim gospodarskim akterjem.  
Na tisoče aplikacij s strani tretjih oseb je bilo oblikovanih zgolj za pridobivanje in prodajo 
naših podatkov. Ni presenetljivo, da Facebook velja za eno največjih oglaševalskih platform 
na svetu (Koebler, 2018). Facebook danes dejansko predstavlja javno dobrino in bi ga bilo 
treba urediti tako, kot vlade urejajo telekomunikacijska podjetja (Sifry, 2017).  
Ko uporabnik ustvari Facebook profil, se račun poveže tudi z aplikacijami, vendar pogosto 
uporabniki dovolijo dostop še ostalim aplikacijam, ki ta dostop zahtevajo, uporabniki pa ta 
dostop tudi odobrijo. Uporabniki ne preverijo, do katerih informacij si te aplikacije želijo 
dostopati in nad katerimi lahko vršijo pregled. Zavedati se je treba, da imajo te aplikacije 
dostop do vseh informacij – dostopajo lahko do liste prijateljev, statusa razmerja, podatkov o 
rojstnem dnevu, imajo pregled nad zgodovino izobraževanja, dogodki, lokacijo bivanja, 
fotografijami, na katerih je uporabnik označen in katere je delil na svoji časovnici, političnimi 
in religioznimi interesi, videi, stranmi, ki jih uporabnik všečka in podobno. Izključno na ta 
način je podjetje Cambridge Analytica prišlo do tolikšne količine podatkov in informacij, ki 
jih je potem lahko uporabilo za politične oglase, ki so pomagali Donaldu Trumpu do zmage 
na predsedniških volitvah (Koebler, 2018). 
Najbolj kontroverzno je dejstvo, da je lahko veliko aplikacij tudi gostujočih s strani raznih 
družb, zato je treba pregledati pravilnik zasebnosti tudi s strani teh. Zgodi se lahko, da imajo 
tudi te dostop do podatkov, v kolikor je dostop odobren s strani uporabnika. Odgovor s strani 
takšnih družb je, da te podatke uporabljajo za personaliziranje oglasov in promocij in da je to 
namenjeno koristi uporabnikov. Pravzaprav tega, kaj se zgodi s podatki s strani teh družb, 
uporabniki ne vedo, saj do tega nimajo dostopa. Vendar je velika verjetnost, da je vsaj ena od 
teh aplikacij, ki je imela dostop do osebnih podatkov posameznika, podatke prodala 
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posrednikom in jih uporabila kje drugje. Če se vrnemo na škandal v zvezi s Cambridge 
Analytico, je ta uporabila specifične podatke, da je pripomogla pri politični kampanji, in tega 
do sedaj še nismo videli. Pravzaprav je Facebook platforma, ki je temu namenjena in ki se jo 
že več let uporablja in se jo še bo. Facebook je torej oglaševalska platforma, ki nameni večino 
denarja temu, da ona in podjetja izkoristijo in uporabijo to platformo z namenom, da izvejo 
čim več o tebi in da te podatke kasneje uporabno izkoristijo. Družbeno omrežje Facebook je 
finančno uspešno zaradi tega, ker gre za platformo ki omogoča specifično targetiranje 
posameznikov – to, kar je izkoristila tudi Cambridge Analytica. Facebook pravzaprav 
tehnično gledano naproša aplikacije, da ne prodajajo podatkov o uporabnikih in jih ne 
posredujejo, vendar se v praksi podjetja tega ne držijo (Koebler, 2018). 
Čeprav je bila zgodba v zvezi s Cambrige Analytico do danes še najbolj odmevna, 
pridobivanje podatkov še vedno poteka po vsem svetu. Ne gre za vprašanje, kako je ta 
konkretna družba pridobila te podatke (bodisi nezakonito), ampak za to, da je še vedno več 
tisoč aplikacij, ki na isti način zbirajo informacije in jih uporabljajo in prodajajo, Facebook pa 
jih pri tem ne ovira. Taka prodaja in izkoriščanje zasebnih podatkov uporabnikov v namen 
ustvarjanja dobička poteka že vrsto let. To ni naključje, to je poslovni model, ki ga 
uporabljajo Facebook in ostale aplikacije (Koebler, 2018). 
Opozoriti je treba tudi na čustveno manipuliranje uporabnikov Facebooka. Raziskave so 
pokazale, da družbeno omrežje vpliva in manipulira s tremi četrtinami uporabnikov (Leetaru, 
2018). Na prvi pogled so aplikacije namenjene zabavi, vendar se za to zabavo skriva 
ustvarjanje dobička. Aplikacije so bile ustvarjene prav s tem namenom, da bi imele nadzor in 
bi lahko uporabljale informacije, do katerih dobijo dostop. Zdelo se je, da Facebook 
neposredno več ni dovoljeval dostopa do podatkov tretjim osebam, vendar so lahko te še 
vedno zbirale podatke neposredno z vašega profila, če ste jim to dovolili. Pravzaprav podjetja 
tehnično ne kršijo svojih pravilnikov o zasebnosti, problematični so potem ti posredniki med 
aplikacijami. Na ta način se aplikacije med seboj zaščitijo. Facebook je samo kanal, preko 
katerega pridobijo dostop do teh podatkov. Če strnemo, je družbeno omrežje Facebook 
ogromen trg, ki ustvarja kapital s prodajo osebnih podatkov (Koebler, 2018). 
Podatkovni posredniki še vedno ustvarjajo podatkovne baze podatkov, ki so bile pridobljene s 
strani Facebooka in drugje. Ko se enkrat te podatke pridobi, se jih lahko analizira in jih 
kasneje še vedno uporabi, ko jih podjetja potrebujejo za ciljne skupine ljudi. Čeprav je 
Facebook zadnjih nekaj let razvijal in omogočal večji nadzor nad nastavitvami zasebnosti za 
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posamezne aplikacije, še vedno obstaja dejstvo, da Facebook služi s prodajo. Še vedno velja 
rek: ''If you are not paying for something, you are the product''
4
 (Koebler, 2018). 
''Danes so podatki olje digitalnega gospodarstva.'' Če vse ugotovljeno drži, zakoni o 
zasebnosti in varstvu podatkov ne bodo dovolj za boj proti tehnološkim velikanom. Vse, kar 
Facebook danes počne, uničuje zasebnost. Veliki korporativni monopoli, vse od Facebooka in 
ostalih, s svojim delovanjem postopoma presegajo delovanje vlad in celo te funkcije 
prevzemajo (Davies, 2018).  
  
                                                          
4
 ''Če ne plačuješ za nekaj, pomeni da si produkt''. 
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5 KONTROVERZNI DELI POGOJEV STORITVE  
Ključen del diplomske naloge predstavlja poglavje, ki zadeva Pogoje storitve družbenega 
omrežja Facebook. Družbeno omrežje Facebook deluje pod lastnimi pogoji. Pogoji storitve so 
za uporabnike Facebooka izredno pomembni, zato moramo nad tem biti še posebej pozorni. 
Facebook poskuša svoje uporabnike informirati o spremembah v pravilniku zasebnosti, 
vendar je do sedaj večini uporabnikom bilo to problematično in dolgotrajno – pred 
spremembami 19. aprila letos so namreč Pogoji storitve bili dostopni samo v angleški verziji. 
Čeprav je vse več uporabnikov zaskrbljenih glede zasebnosti, velika večina prav teh Pogojev 
storitve pred registracijo na to platformo ne prebere – zaskrbljujoče je dejstvo, da je takih 
uporabnikov kar 91 % (Debatin, Lovejoy, Horn in Hughes, 2009). Ob registraciji vam 
Facebook poda zahtevo po strinjanju s temi pogoji. Uspešna registracija brez tega ni mogoča. 
Pogoji storitve Facebooka so bili letošnje leto prvič spremenjeni po več kot treh letih. Čeprav 
lahko to dejanje povežemo s poseganjem v polje zasebnosti in škandali, kot je bil že omenjeni 
s Cambridge Analytico, je to povezano s Splošno uredbo EU o varstvu podatkov, ki je v 
veljavo stopila 25. maja (O'brien, 2018). Vse, kar ljudje vedo, je to, da so bili bombardirani z 
e-poštnimi sporočili, s katerimi so »podjetja« prosila, naj sprejmejo posodobljeno politiko 
zasebnosti. Nekateri so prosili in od ljudi zahtevali, da se strinjajo z novimi pogoji takoj ko bo 
uredba stopila v veljavo. Včasih se je zgodilo, da so jim dali celo možnost, da sprejmejo 
različne načine uporabe svojih osebnih podatkov: za namen ciljanih oglasov, tržnih raziskav 
in podobno. To se je zdela dobra stvar še preden je uredba stopila v veljavo, da so morali 
uporabniki dati izrecno dovoljenje za to, kako naj ta podjetja uporabljajo osebne podatke 
njihovih uporabnikov. Čeprav bi naj uporabniki teoretično spremenili svoje nastavitve 
zasebnosti, da bi omogočili zaščito svojih osebnih podatkov, tega seveda ne bodo storili. 
Deloma zaradi napora, ki ga to zahteva, in pa ljudje pogosto preprosto sprejmejo privzete 
nastavite in temu ne dajejo posebne pozornosti (Moody, 2018). 
Omeniti moramo tudi Harryja Brignullija, ki je razvil termin »dark patterns«, s katerim želi 
opozoriti še na druge težave v zvezi z varovanjem zasebnosti uporabnikov. Gre za skrbno 
izdelane »vzorce«, ki so oblikovani s pomočjo človeške psihologije uporabnikov in so 
namenjeni temu, da bi uporabniki preživeli čim več časa na internetu. Opozarja na to, da 
ljudje vedno več časa preživimo na internetu, zato je ključno, da se zavedamo, da smo 
manipulirani s strani velikih korporacij, ki delujejo na način, da uporabniki razkrivamo 
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čedalje več osebnih informacij. Kar je najhuje, je dejstvo, da uporabniki nimajo izbire glede 
tega, če se z novimi pogoji strinjajo ali ne (Moody, 2018).  
Pogoji storitve Facebooka so razdeljeni v 5 poglavij, in sicer: 
1. Naše storitve, 
2. Pravilnik o zasebnosti in vaše nastavitve zasebnosti, 
3. Vaše obveznosti do Facebooka in naše skupnosti, 
4. Dodatne določbe,  
5. Drugi pogoji in pravilniki, ki morda veljajo za vas. 
Za predmet naše diplomske naloge bomo uporabili pogoje, ki imajo potencialni učinek na 
zasebnost.  
Pod točko Naše storitve na prvi pogled ni nič spornega. Kakor smo že velikokrat omenili, naj 
bi platforma uporabljala zgolj podatke, ki so ji na voljo, da bi uporabnikom omogočila in 
individualno prilagodila izkušnjo na Facebooku. Zagotavljajo tudi, da uporabnikom 
pomagajo, da na tem družbenem omrežju najdejo bližnje in da se z njimi tudi povežejo. 
Zapisali so tudi, da si prizadevajo, da prosto komunicirajo s temi ljudmi, kar vključuje tudi 
deljenje osebnih informacij – vključno z vsemi podatki, ki jih delijo – slike, videi, lokacija in 
podobno. Strnjeno lahko povemo, da je to namenjeno zgolj in izključno temu, da se 
uporabnike stimulira, da zavestno delijo čedalje več informacij. Pa ne le o sebi, ampak tudi o 
ljudeh, s katerimi komunicirajo. Razvoj tehnologije, ki ga tako močno naslavljajo, je 
namenjen temu, da bodo uporabnikom omogočili, da bodo delili še več podatkov in to še bolj 
intenzivno, kakor so to počeli do sedaj – zato potreba po razvijanju 360-stopinjskega videa in 
razširjene resničnosti, kakor so jo poimenovali. Izgovarjajo se, da je to namenjeno vsem 
ljudem ne glede na njihovo fizično zmožnost in geografsko lego – s tem so mišljeni 
slabovidni. Potrebno je tudi zavedanje, da se vsa ta vsebina shranjuje in se jo distribuira zunaj 
države, kjer prebivate, kar pomeni, da vaši podatki potujejo v različne konce sveta, tudi 
korporacijam, ki trgujejo in ustvarjajo dobiček. Pravzaprav je v pogojih tudi zapisano, da 
partnerska podjetja Facebooku plačujejo, da vam kot uporabnikom prikazujejo vsebino, ki je 
skrbno premišljeno promovirana za vsakega posameznika posebej, po njegovih lastnih 
preferencah. Vsebina, ki vam je dostopna oz. distribuirana, vključno z vsebino oglasov, je 
skrbno premišljena in načrtovana (''Pogoji storitve'', b. d.). 
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Tretja točka zadeva obveznosti, ki ste jih dolžni kot uporabniki Facebooka izpolnjevati in so 
za vas zavezujoče. Ne bomo pisali o tem, kdo vse je lahko polnopravni član te skupnosti, 
ampak bomo v namen analize uporabili tretjo točko točke Vaše obveznosti do Facebooka in 
naše skupnosti, ki zadeva vprašanje dovoljenj, ki jih uporabniki podelijo Facebooku. 
Uporabnikom je dovoljeno, da so imetniki pravic vsebin, ki jih ustvarijo sami, ali tega kar 
delijo z drugimi in od drugih. Zapisano pa je, da je treba ''podeliti nekatera pravna dovoljenja 
za uporabo te vsebine'', vendar nikjer v Pogojih storitve to ni natančno razdelano in razloženo, 
kaj točno ta pravna dovoljenja so. Pod to točko je prav tako zapisano, da se Facebooku 
''podeljuje neizključna, prenosljiva in teritorialna neomejena licenca z možnostjo 
podlicenciranja in brez tantiem'', da lahko ''distribuirajo, spreminjajo, izvajajo in kopirajo, 
javno predstavljajo, prikazujejo in prevajajo'' vsebino uporabnikov, poleg tega pa si 
pridržujejo tudi pravico do tega, da lahko iz nje izvedejo tudi razne različice. Kot primer je 
nazorno razložen primer uporabe fotografije. Ne sme vas čuditi, v kolikor boste kje zasledili 
vašo fotografijo, ta torej ni več last samo vas, ampak je last družbenega omrežja, ki si tako 
lasti avtorske pravice (''Pogoji storitve'', b. d.). 
Prav tako se je treba zavedati, da tudi če mislite, da se vaša vsebina na Facebooku izbriše, je v 
pogojih navedeno, da obstajajo varnostne kopije teh podatkov in zapisov. Nikjer pa ni točno 
navedeno, kako dolgo te varnostne kopije obstajajo in kaj se z njimi zgodi, niti to, ali so te 
varnostne kopije tudi last katere od večjih korporacij, za namen trženja in zaslužka (''Pogoji 
storitve'', b. d.). 
Točka Dodatne določbe opozarja uporabnike, da si omrežje Facebook lahko dovoli 
spreminjanje vsebine teh Pogojev storitve, vendar da vas bodo o tem tudi pravočasno 
obvestili. Kar je še najpomembneje, je dejstvo, da so Pogoji storitve za vas zavezujoči, v 
kolikor si še naprej želite uporabljati njihovo storitev. Niti ni možnosti, da bi se s pogoji ne 
strinjali (''Pogoji storitve'', b. d.). 
Pod Drugimi pogoji je zelo pomembna točka, kjer govorijo o tem, da lahko uporabniki 
določijo stik za upravljanje zapuščine, v kolikor pride do smrti ali nezmožnosti, vendar ni 
nikjer omenjeno, kaj se zgodi, če uporabnik Facebooka te osebe ne navede. Kaj se zgodi s 
podatki po smrti, kam so distribuirani? Kdo si lahko še vedno te podatke ogleduje in ali je to 
sploh dovoljeno, čeprav se uporabniški račun spremeni v spominski račun – niti ni zapisa o 
tem, kaj ta spominski račun sploh pomeni (''Pogoji storitve'', b. d.). 
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Zelo pomemben del pa je druga točka, ki zadeva Pravilnik o podatkih, ki je najpomembnejši 
za našo diplomsko nalogo. V tem pravilniku bi naj bili vsi podatki, ki so namenjeni obdelavi, 
razloženi in opredeljeni.  
Na Facebooku s tem ko sprejmete Pogoje storitve, sprejmete tudi ta Pravilnik o podatkih, ki je 
za vas kot uporabnike zavezujoč, kakor je zavezujoč celoten dokument Pogojev storitve. Ne 
morete se strinjati oz. soglašati samo z enim, saj sta med seboj povezana.  
Najpomembneje, kar je zapisano v tem pravilniku, je dejstvo, da se o vas zbira vse – vsebina, 
podatki, ki jih podeljujete ob registraciji, vključuje tudi vsebino poslanih sporočil, 
komunikacijo z drugimi. Dejstvo je, da zbirajo tudi točno lokacijo fotografije, datum in uro 
nastanka. Facebook je nastavljen za stimulacijo po tem, da si posamezniki želijo deliti svojo 
vsebino, želijo si razkrivati zasebnost, vendar si ne želijo, da se ta vsebina deli javno. Vendar 
pa čeprav ta vsebina ni javno dostopna vsem ljudem, je dostopna korporacijam oz. tretjim 
osebam, ki prav s temi podatki prekupčujejo in služijo, kakor smo zapisali že v poglavju o 
korporacijah in poglavju, ki zadeva poslovni model Facebooka. Še huje je, da uporabniki v to 
privolijo – vse od dnevnika klicev, SMS sporočil, posnetkov kamere, podatkov o kreditni 
kartici, vrsti transakcije, naslovih in podobno, dostop do mikrofona in kamere na osebnih 
računalnikih. Zgražajoče je tudi dejstvo, da se zbira podatke tudi iz osebnih računalnikov in 
naprav, ki jih posamezniki uporabljajo tudi v ostale namene, ne samo v namen uporabe 
Facebooka. Nadzor in zbiranje podatkov poteka tudi po drugih kanalih – preko televizijskih 
sprejemnikov in ostalih naprav, ki so povezane s spletom. Kar je še huje, dopuščamo tudi 
podatke iz naprav – raven baterije, moč signala, kako zaseden prostor imamo za shranjevanje, 
s katerim brskalnikom brskamo, imena in vrste vseh aplikacij, vtičnikov. Pridobijo tudi 
lokacijo GPS, fotoaparat, fotografije, celo ime vašega mobilnega operaterja, časovnega pasa. 
Skratka vse. Dovolite jim celo, da do vseh teh podatkov dostopajo tretje osebe oz. njihovi 
partnerji. Zapisano je tudi, da niti ni nujno, da ste uporabniki Facebook omrežja (''Pogoji 
storitve'', b. d.). 
Na prvi pogled se zdi, da so pravilnik in sami pogoji uporabnikom jasni in razumljivi in lepo 
skladno korektni. Čeprav Zuckerberg poudarja varovanje zasebnosti in zaščito podatkov, tega 
ne vršijo.  
''Premislite, s kom želite deliti podatke, saj lahko osebe, ki vidijo vašo dejavnost v naših 
izdelkih, te podatke posredujejo drugim znotraj ali zunaj naših izdelkov, vključno z osebami 
in podjetji zunaj vaše želene ciljne skupine,'' je eden od zapisov v Pravilniku o podatkih. ''Ko 
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uporabljate aplikacije, spletna mesta ali druge storitve neodvisnih ponudnikov, ki uporabljajo 
naše izdelke ali so integrirane z njimi, lahko ti pridobivajo podatke o vsebini, ki jo objavljate 
ali delite'' (''Pravilnik o podatkih'', b. d.). 
Dejstvo je, da gre v Pogojih storitve za leporečenje Facebooka in prikrit način za produciranje 
podatkov v namen trgovanja in služenja. Kot smo že v prejšnjem poglavju zapisali, gre za 
poslovni model Facebooka, ki služi edino s prodajo podatkov, čeprav se tega na prvi pogled iz 
Pogojev storitve ne opazi. V kolikor ga prebiramo podrobneje, opazimo vrzeli, ki niso tako 
nedolžne in posegajo v polje svobode in zasebnosti posameznika. Kontradiktoren je tudi 
naslednji zapis: ''Vaših podatkov ne prodajamo nikomur in jih nikoli ne bomo. Prav tako 
svojim partnerjem strogo omejimo načine uporabe in razkritja podatkov, ki jim jih 
posredujemo.'' Čeprav je Zuckerberg trdil, da ne sodeluje z nobeno vlado, v pravilniku piše, 
da lahko podatke podeli tudi v namen vladnih preiskav in podobno. Zapisano je tudi, da so 
podatki globalno posredovani. Nad tem, kam so posredovani, pa posamezniki nimamo 
nadzora, še manj pa pregleda.  
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6 SKLEP 
Razširjena uporaba socialnih omrežij je povzročila preoblikovanje komuniciranja med ljudmi. 
Družbena omrežja so omogočila neposrednost in dostopnost, in prav platforme socialnih 
omrežij so postale ključno sredstvo, saj na njih ljudje množično participirajo in sodelujejo. 
Družbena omrežja so postala kanal in ključni mehanizem, preko katerega posamezniki 
pridobijo novice in so dnevno informirani o pomembnih dogodkih, med seboj lahko 
diskutirajo, posledično pa razkrivajo svojo zasebnost. Čeprav je vse več opažanj in raziskav, 
tudi potrjenih s strani teh mogočnih korporacij, da Facebook in ostale platforme kršijo 
zasebnost, se posamezniki in uporabniki teh platform še premalo zavedajo posledic, ki jih 
tako ravnanje prinaša za seboj. Facebook je prodrl v vse pore človeških življenj, pa ga ljudje 
še vedno uporabljajo. Znano je, da Facebook zlorablja podatke, jih prodaja in operira z njimi. 
Omeniti je treba novo in hudo kršitev v zvezi s Facebookom, ki je prišla na dan prav te dni, ko 
zaključujemo s pisanjem diplomske naloge. Kot da že ni dovolj kršitev in zlorab, si Facebook 
zdaj še prizadeva, da bi sodeloval z največjimi finančnimi institucijami – bankami, od katerih 
bi pridobil podrobne informacije o uporabnikih – to naj bi vključevalo tudi podatke o 
transakcijskih računih in podobno. Podatke bi naj pridobili preko Facebook Messengerja. 
Facebook bi bankam omogočil, da bi uporabniki preko aplikacije poslovali in upravljali s 
svojimi financami. Zuckerberg se izgovarja na to, da je v preteklosti že sodeloval s takimi 
partnerji. Družba trdi tudi, da ne bi uporabljali teh podatkov, ampak jih zanima samo to, kje 
uporabniki Facebooka vršijo nakupe. Zagotavljajo celo, da podatki ne bodo šli v roke tretjim 
osebam oz. korporacijam (Barnes, 2018; Doctorow, 2018).  
V diplomskem delu smo na začetku v uvodnem delu naslovili in razdelali pojem zasebnosti, 
poleg tega smo predstavili metodologijo in glavno raziskovalno vprašanje in nasploh razlog, 
zakaj smo izbrali ravno to tematiko. V nadaljevanju smo se ukvarjali z razumevanjem 
zasebnosti v liberalnih demokracijah in s spreminjanjem razumevanja delitve med javnim in 
zasebnim znotraj tega. Naslovili smo razumevanje zasebnosti pri posameznikih in razdelali 
pojem samorazkrivanja in razloge, zakaj pride do tega. Omenili smo tudi, zakaj se 
posamezniki na internetu in posledično tudi na družbenih omrežjih obnašajo neustrezno. 
Pomemben del predstavlja tudi poglavje o korporacijah, ki so ključni akter znotraj tega. 
Ugotovili smo, da je njihov edini namen ustvariti dobiček in ne zaščita posameznikov ter 
varovanje zasebnosti in podatkov o posameznikih. Pozornost smo namenili tudi Snowdnu, ki 
je razrahljal temelje mogočnih korporacij in razkrinkal delovanje le-teh. Opozoril je na glavne 
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interese korporacij in zaskrbljenost nad takim delovanjem. Sledil je kronološki pregled 
družbenega omrežja Facebook vse od začetka njegove ustanovitve, pri čemer smo izpostavili 
začetek problematičnosti v zvezi z zasebnostjo. Poleg tega smo aktualizirali trenutno 
obnašanje Facebooka. Ključna ugotovitev diplomskega dela je ta, da je družbeno omrežje 
poslovno usmerjeno in vse, kar počne, je ustvarjanje dobička s pridobivanjem informacij o 
posameznikih. Vse, kar uporablja za t. i. varovanje in zaščito posameznikove zasebnosti, je 
samo maska, da bi uporabnike odvrnila od razmišljanja o problematičnosti na polju 
zasebnosti.  
Zuckerberg in Facebook se že vrsto let opravičujeta za spodletele poskuse varovanja 
zasebnosti, vendar postaja pronicanje Facebooka v vse pore in sfere vsakdanjega življenja še 
globlje. Vprašanje se postavlja, do kam seže ta razsežnost Facebooka in kaj bo to prineslo v 
prihodnosti. Ne smemo zmotno razmišljati, da nas »majhne« ljudi to ne zadeva. Tudi mi smo 
del tega poslovnega modela. Facebook je popolnoma rekonstruiral polje zasebnosti. 
Zasebnost je postala sredstvo, s katerim se posluje in ustvarja dobiček, čeprav Facebook trdi, 
da povezuje svet, ljudi in prijatelje med seboj. Čeprav mislimo, da zakrijemo podatke pred 
očmi javnosti, zasebnosti več ni. Ne glede na to, da Facebook trdi, da so podatki skriti pred 
očmi javnosti, so ti dostopni korporacijam, ki z njimi operirajo.  
Diplomsko delo bomo zaključili s to mislijo: Dragi bralec in bralka! Si izključno Facebookov 
produkt in ne njegov uporabnik! 
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