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Web service audit methodology and prototype 
Summary 
Web services for quality assurance and improvement is necessary for web service audit 
methodology. This methodology would allow to assess and monitor the quality of web 
services. In this way, service providers know what they need to do in order to improve web 
services quality. 
Currently, information systems and technologies are used in the evaluation of complex 
assessment methods, such as COBIT, ITIL, CMMI, etc..These methods assess inside the 
organization's available information systems, technology and related processes. Such audits 
are performed periodically, and the period chosen by the organization itself. Web services 
audit should be continuous and in the web service assessment process should participate all 
web service consumers. Potential users of such services are all persons using the Internet. 
A new web service assessment methodology assess web services in two aspects. Usability of 
the web service assess consumers when they fill questionnaires that have been made on the 
basis of Jakob Nielsen heuristics. Web service characteristics recorded by the monitoring 
software.  
Done methodology tested by creating a prototype of the web service audit, in which 
consumers before using the web services can see usability, monitoring and overall evaluation. 
The prototype allows users to access web services evaluate and make comments about web 
services. The experiment was conducted by using a prototype of the web services audit. 
Keywords: web service, web service audit, web service monitoring, web service 
usability. 
 
 
 
 
 
 
 
 
 
 
 
 
 
4 
 
Turinys 
1 Įvadas ............................................................................................................................... 10 
2 Informacinių sistemų srityje taikomų kokybės kriterijų analizė ...................................... 13 
2.1 ISO 9126 standartas ...................................................................................................... 13 
2.2 Panaudojamumo euristikos ........................................................................................... 13 
2.3 Informacinių sistemų ir informacinių technologijų vertinimo metodai ........................ 15 
2.3.1 COBIT metodologija ......................................................................................... 15 
2.3.2 Informacinių technologijų infrastruktūros biblioteka (ITIL) ............................. 18 
2.4 Paslaugų vertinimo modelis ir metodų analizė ............................................................. 18 
2.4.1 Gebėjimų brandos integracijos modelis (CMMI) .............................................. 19 
2.4.2 Paslaugos Integracijos Brandos Modelis (OSIMM) .......................................... 19 
2.5 Interneto paslaugų stebėsenos modelis ......................................................................... 22 
2.6 Susitarimas dėl paslaugos lygmens (SLA) ................................................................... 24 
2.7 Kokybės kriterijų formalus aprašas .............................................................................. 25 
2.7.1 Paslaugų kokybės reikalavimai .......................................................................... 25 
2.7.2 QVDP modelis ................................................................................................... 26 
3 Išanalizuotų IS/IT vertinimo metodų palyginimas .......................................................... 28 
4 Analizės išvados............................................................................................................... 30 
5 Interneto paslaugų kokybės vertinimo metodika ............................................................. 31 
5.1 Interneto paslaugos panaudojamumo vertinimas .......................................................... 31 
5.2 Interneto paslaugos stebėsenos ir galutinis vertinimas ................................................. 33 
5.3 Interneto paslaugos vertinimo pavyzdys ....................................................................... 33 
6 Reikalavimai interneto paslaugų audito prototipui sukurti .............................................. 36 
6.1 Interneto paslaugų audito prototipo funkcinių reikalavimų specifikacija ..................... 37 
6.2 Dalykinės srities modelis .............................................................................................. 44 
6.3 Nefunkciniai reikalavimai ir apribojimai ...................................................................... 46 
6.4 Reikalavimų analizės apibendrinimas ........................................................................... 46 
5 
 
7 Interneto paslaugų audito prototipo projektas ir jo realizacija ......................................... 47 
7.1 Interneto paslaugų audito prototipo architektūra .......................................................... 47 
7.1.1 Interneto paslaugų audito prototipo loginė sistemos architektūra ..................... 47 
7.1.2 Interneto paslaugų audito prototipo vartotojų paslaugos ................................... 48 
7.1.3 Interneto paslaugų audito prototipo veiklos paslaugos ...................................... 48 
7.1.4 Interneto paslaugų audito prototipo duomenų paslaugos ................................... 49 
7.2 Interneto paslaugų audito prototipo detalus projektas .................................................. 50 
7.3 Interneto paslaugų audito prototipo elgsenos modelis .................................................. 52 
7.4 Interneto paslaugų audito prototipo duomenų bazės schema ....................................... 57 
7.5 Interneto paslaugų audito prototipo realizacijos modelis ............................................. 59 
7.5.1 Interneto paslaugų audito prototipo komponentų modelis ................................. 59 
7.5.2 Interneto paslaugų audito prototipo diegimo modelis ....................................... 60 
7.5.3 Interneto paslaugų audito prototipo diegimas .................................................... 60 
7.6 Prototipo veikimas ir vartotojo sąsaja ........................................................................... 61 
7.6.1 Prisijungimo langas ............................................................................................ 61 
7.6.2 Interneto paslaugų audito prototipo vartotojo langai ......................................... 61 
7.6.3 Administratoriaus pagrindinis langas ................................................................ 63 
7.6.4 Interneto paslaugų audito prototipo auditoriaus langai ...................................... 63 
7.6.5 Audito ataskaitos perţiūros langas ..................................................................... 65 
7.7 Prototipo testavimo modelis ......................................................................................... 68 
7.7.1 Visos sistemos testavimas .................................................................................. 68 
7.7.2 Panaudos atvejų testavimas................................................................................ 69 
7.7.3 Nefunkcinių reikalavimų testavimas.................................................................. 71 
8 Pavyzdinės interneto paslaugos vertinimo metodikos eksperimentas ............................. 72 
8.1 Eksperimento planas ..................................................................................................... 72 
8.2 Eksperimento rezultatai ................................................................................................ 74 
8.3 Sistemos veikimo ir savybių analizė, kokybės kriterijų įvertinimas ............................. 80 
6 
 
8.4 Sistemos taikymo rekomendacijos ................................................................................ 81 
9 Išvados ............................................................................................................................. 82 
10 Literatūra .......................................................................................................................... 83 
11 Priedai .............................................................................................................................. 85 
11.1 Priedas straipsnis pristatytas 16-toje tarpuniversitetinėje magistrantų ir doktorantų 
konferencijoje „Informacinės technologijos 2011―. ............................................................ 85 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
7 
 
Paveikslų sąrašas 
1 pav. ISO 9126 standarto vidinės ir išorinės kokybė 13  
2 pav. ISO 9126 standarto naudojimo kokybė 13  
3 pav. Panaudojamumas - naudojimo lengvumas (šaltinis [21]) 14 
4 pav. COBIT karkasas (Framework) 15 
5 pav. COBIT procesai 16 
6 pav. COBIT metodo kubas 18 
7 pav.  CMMI modelio brandos lygiai 19 
8 pav. Dimensijų ir brandos lygių matrica (šaltinis: [5]) 21 
9  pav. Interneto paslaugų stebėjimo modelis (šaltinis [14]) 22 
10 pav.  WS QoS monitoringo procesas (šaltinis [14]) 23 
11 pav. TAD struktūra (šaltinis: [14]) 24 
12 pav. UML klasių diagrama ―WSLA metamodelis― (šaltinis: [15]) 24 
13 pav. SLA pranešimo pavyzdys (šaltinis:[22]) 25 
14 pav. Sintaksė, semantika ir taisyklės 27 
15 pav.  Išplėstas WSLA metamodelis 31 
16 pav. Panaudojamumo euristikų (1-10) įvertinimai 34 
17 pav. Bendras interneto paslaugos įvertinimas 34 
18 pav. Interneto paslaugos naudojimo daţnumo diagrama 35 
19 pav. Interneto paslaugų audito panaudojimo atvejų modelis 36 
20 pav. Prisijungti vartotojui veiklos diagrama 37 
21 pav. Registruoti paslaugas vertinimui veiklos diagrama 38 
22 pav. Sudaryti klausimyną veiklos diagrama 39 
23 pav. Redaguoti klausimyną veiklos diagrama 40 
24 pav. Naudoti paslaugą veiklos diagrama 41 
25 pav. Registruoti paslaugos naudojimo duomenis veiklos diagrama 42 
26 pav. Uţpildyti apklausą veiklos diagrama 43 
27 pav. Atlikti auditą veiklos diagrama 44 
28 pav. Dalykinės srities ir WSLA klasių diagrama 45 
29 pav. Interneto paslaugų audito loginė architektūra 47 
30 pav. Vartotojo sąsajos modelis 48 
31 pav. Valdymo klasių diagrama 49 
32 pav. Interneto paslaugų audito prototipo klasių diagrama 49 
8 
 
33 pav. Panaudojimo atvejo „Registruoti auditorius― realizacijos diagrama 50 
34 pav. Panaudojimo atvejo „Prisijungti auditoriui― realizacijos diagrama 50 
35 pav. Panaudojimo atvejo „ Sudaryti klausimyną― realizacijos diagrama 50 
36 pav. Panaudojimo atvejo „Redaguoti klausimyną― realizacijos diagrama 51 
37 pav. Panaudojimo atvejo „Naudoti paslaugą― realizacijos diagrama 51 
38 pav. Panaudojimo atvejo „Uţpildyti apklausą― realizacijos diagrama 51 
39 pav. Panaudojimo atvejo „Atlikti auditą― realizacijos diagrama 51 
40 pav. Vartotojo registracijos sekų diagrama 52 
41 pav.  Vartotojo prisijungimo sekų diagrama 53 
42 pav. Naudoti paslaugą sekų diagrama 54 
43 pav. Paslaugos naudojimosi duomenų registravimo sekų diagrama 55 
44 pav. Uţpildyti apklausą sekų diagrama 56 
45 pav. Atlikti auditą sekų diagrama 57 
46 pav. Interneto paslaugų audito prototipo duomenų bazės schema 58 
47 pav.  Komponentų modelis 59 
48 pav.  Interneto paslaugų audito prototipo diegimo modelis 60 
49 pav. Vartotojo prisijungimo langas 61  
50 pav. Vartotojo paslaugos naudojimosi langas 61 
51 pav. Vartotojo paslaugos vertinimo langas 62 
52 pav. Vartotojo komentarų rašymo langas 62 
53 pav. Pagrindinis administratoriaus langas 63 
54 pav. Klausimyno sudarymo langas 63 
55 pav. Klausimyno redagavimo langas 64 
56 pav. Auditoriaus koeficientų nustatymo langas 65 
57 pav. Audito ataskaitos perţiūros langas 1 66 
58 pav. Audito ataskaitos perţiūros langas 2 67 
59 pav. Audituojamos interneto paslaugos komentarai 67 
60 pav. Interneto paslaugos „ Auto įvykiai ― kliento formos 73 
61 pav. Interneto paslaugų audito nefunkcinių reikalavimų įvertinimų diagrama 80  
 
 
 
 
 
 
 
9 
 
Lentelių sąrašas 
1 lentelė COBIT procesų ir verslo poreikių sąsajos [18] 16 
2 Lentelė išanalizuotų metodų ir kriterijų palyginimas 28 
3 lentelė Panaudojamumo įvertinimų pavyzdys 33 
4 lentelė Panaudojimo atvejo „Prisijungti auditoriui― specifikacija 37 
5 lentelė Panaudojimo atvejo „Registruoti paslaugas vertinimui― specifikacija 38 
6 lentelė Panaudojimo atvejo „Sudaryti klausimyną ― specifikacija 39 
7 lentelė Panaudojimo atvejo „Redaguoti klausimyną― specifikacija 40 
8 lentelė Panaudojimo atvejo „Naudoti paslaugą― specifikacija 41 
9 lentelė Panaudojimo atvejo „Registruoti paslaugos naudojimo duomenis― specifikacija 42 
10 lentelė Panaudojimo atvejo „Uţpildyti apklausą― specifikacija 43 
11 lentelė Panaudojimo atvejo „Atlikti auditą― specifikacija 44 
12 lentelė. Sistemos nefunkciniai reikalavimai 46 
13 Lentelė Panaudos atvejų testavimas 69 
14 lentelė Vartotojai - ekspertai 72 
15 Lentelė Interneto paslaugos „Auto įvykiai― rezultatai XML formatu 73 
16 lentelė Panaudojamumo koeficientai 74 
17 lentelė Pagrindiniai koeficientai 74 
18 lentelė Ekspertų panaudojamumo įvertinimai 75 
19 lentelė Interneto paslaugos „Auto įvykiai― audito ataskaita  78 
20 lentelė Interneto paslaugų audito nefunkcinių reikalavimų vertinimai 79 
 
   
  
 
 
 
 
 
 
 
 
 
 
 
 
10 
 
1 Įvadas 
Interneto paslaugų kokybės uţtikrinimui ir gerinimui reikalinga organizacijos 
informacinių sistemų programinės įrangos paslaugų audito metodika. Ši metodika suteiktų 
galimybę atlikti interneto paslaugų auditą ir objektyviai įvertinti interneto paslaugą. Tokiu 
būdu paslaugos tiekėjas ţinotų kuria kryptimi organizacija turi dirbti norėdama pagerinti 
paslaugos kokybę. 
Egzistuoja nemaţai metodikų skirtų įvertinti informacinių sistemų ar technologijų lygį 
organizacijose. Pagal šias metodikas auditas atliekamas organizacijai uţsisakius auditoriaus 
paslaugas, tačiau auditas atliekamas periodiškai ir tik organizacijos viduje. Periodiškumą  
nustato pati organizacija, periodas gali būti mėnuo, gali būti ir metai ar net daugiau. Todėl 
tokia audito rūšis interneto paslaugoms nėra tinkama, nes šioms paslaugoms reikalingas 
nuolatinis auditas. Taikant nuolatinį auditą  paslaugos kokybė būtų stebima ir vertinama 
nuolatos. Skirtingai nei informacinių sistemų vertinimui, paslaugų vertinimas turi būti 
atliekamas ne tik organizacijos viduje, bet visoje interneto paslaugos vartotojų auditorijoje. 
Interneto paslaugų auditorija yra labai didelė, nes kiekvienas internetu besinaudojantis asmuo 
yra potencialus interneto paslaugos vartotojas. 
Šio darbo tyrimo sritis - organizacijos informacinių sistemų auditas ir jo taikymas 
programinės įrangos paslaugų auditui. 
Šio darbo tikslas - suteikti paslaugų vartotojams informaciją apie paslaugų veikimą ir 
patiems dalyvauti jų vertinime, sudarant informacinių sistemų programinės įrangos audito 
metodiką ir išbandant jos įgyvendinamumą. 
Darbo uţdaviniai: 
- Išanalizuoti informacinių sistemų audito metodus, jų pagrindinius principus ir 
taikomas metrikas; 
- Remiantis išanalizuota literatūra sudaryti metodiką, kuri tiktų nuolatiniam paslaugų 
auditui. 
- Suprojektuoti interneto paslaugų audito prototipą  ir jį realizuoti; 
- Atlikti interneto paslaugų audito ir prototipo eksperimentą; 
- Įvertinti sukurtą metodika ir pavyzdinę paslaugų audito sistemą; 
 Literatūros analizė atlikta taikant, mokslinės literatūros analizės, apibendrinimo  ir 
lyginamosios analizės metodus. Analizuojant informacinių sistemų ir informacinių 
technologijų vertinimo metodus [1] buvo remtasi literatūros šaltiniais, kuriuose aprašomi 
informacinių sistemų ir informacinių technologijų vertinimo metodai: COBIT [2], [3], [4], 
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[11], ITIL [2], [3], [4],  OSIMM [5], [6] ir CMMI [7], [8], [9]. Kituose analizuotuose 
literatūros šaltiniuose aprašomi bendros paskirties vertinimo kriterijai [12]: kokybės kriterijų 
konstravimo formalus aprašas QVDP [13], paslaugų kokybės kriterijų aprašymo kalba WSLA 
[15], [22] , paslaugų stebėsenos modelis [14] , panaudojamumo euristikos [16], [17], [21] ir 
ISO 9126 standartas [19], [20] . 
Informacinių sistemų ir informacinių technologijų vertinimas pagal COBIT parodo kaip 
efektyviai naudojami organizacijos IT resursai ir ką reikia tobulinti,  kad būtų galima 
pagerinti esamą situaciją. ITIL metodas parodo kaip toli yra paţengęs informacinių sistemų 
valdymo aspektai organizacijoje. Galimybių brandos modelis CMMI aprašo efektyvaus 
programinės įrangos kūrimo procesus, o OSIMM brandos modelis yra orientuotas į paslaugų 
kūrimą. 
Paslaugų kokybės kriterijų aprašymui naudojamas WSLA, o kokybės kriterijų 
formaliam aprašymui taikomas QVDP modelis. Paslaugo stebėjimo modelis suteikia 
galimybę tam tikrus paslaugos parametrus registruoti visą paslaugos egzistavimo laikotarpį, 
kol paslauga yra serveryje ir kol ji pasiekiama vartotojams. 
Informacinių sistemų panaudojamumo euristikų taikymas vertinant paslaugas, suteikia 
galimybę įvertinti tokius paslaugos parametrus, kurie - tiesiogiai susiję su paslaugos 
interfeiso patogumu, išbaigtumu ir galutinio vartotojo poreikių tenkinimu. 
Auditui reikalinga tokia metodika, kurią taikant interneto paslauga būtų stebima 
nuolatos ir registruojami jos veikimo parametrai, o  interneto paslaugos panaudojamumą 
vertintų paslaugos vartotojai. Interneto paslaugos veikimo parametrų registracija suteiktų 
galimybę įvertinti veikimo charakteristikas, o nefunkcinių reikalavimų vertinimas paslaugos 
patogumo ir kliento poreikių išpildymą. Taikant tokią metodika interneto paslaugos auditas 
taptų nuolatinis, o paslaugos įvertinimas atitinkantis esamą paslaugos būseną, 
Darbo struktūra: 
- Antrame skyriuje pateikiama literatūros šaltinių analizė, kurioje išanalizuoti 
informacinių sistemų vertinimo metodai, paslaugų vertinimo metodai, bendros 
paskirties vertinimo kriterijai ir esamų metodų palyginimas. 
- Trečiame skyriuje pateikiama išanalizuotų metodų palyginimų lentelė. 
- Ketvirtame skyriuje pateikiamos literatūros analizės išvados. 
- Penktame skyriuje pateikiama sudaryta interneto paslaugų audito metodika ir 
vertinimo pavyzdys. 
- Šeštame skyriuje pateikiami funkciniai ir nefunkciniai reikalavimai interneto paslaugų 
audito prototipui. 
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- Septintame skyriuje pateikiamas interneto paslaugų audito prototipo projektas ir jo 
realizacija. Šiame skyriuje taip pat pateikiamas ir interneto paslaugų audito prototipo 
testavimo modelis. 
- Aštuntame skyriuje pateikiamas interneto paslaugų vertinimo eksperimentas. 
-  Devintame skyriuje pateikiamos suformuluotos darbo išvados. 
Darbo tema parengtas straipsnis „Organizacijos informacinių sistemų ir interneto 
paslaugų auditas― straipsnis pristatytas 16-toje tarpuniversitetinėje magistrantų ir doktorantų 
konferencijoje „Informacinės technologijos 2011―. Straipsnis pateikiamas šio darbo 
prieduose. 
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2 Informacinių sistemų srityje taikomų kokybės kriterijų analizė 
Šiame skyriuje pateikiama esamų sprendimų analizė. 
 
2.1  ISO 9126 standartas 
Šis standartas apibrėţia programinės įrangos kokybės modelį, kurį sudaro dvi dalys: 
I. Skirta vidinei ir išorinei kokybei uţtikrinti 
II. Skirta naudojimo kokybei uţtikrinti 
Vidinė kokybė tai nustatoma tikrinant specifikacijas, kodą ir modelius, o išorinė kokybė 
nustatoma tikrinant programinės įrangos sąveika su aplinką. Vidinės ir išorinės kokybės 
sudėtis pateikta 1 pav. 
 
1 pav. ISO 9126 standarto vidinės ir išorinės kokybė (šaltinis [20]) 
Naudojimo kokybė vertina vartotojas naudodamasis programine įranga. Išorinės 
kokybės sudėtis pateikta 2 pav. 
 
2 pav. ISO 9126 standarto naudojimo kokybė (šaltinis [20]) 
2.2 Panaudojamumo euristikos 
Panaudojamumo terminą Jacob Nielsen klasifikuoja į dvi skirtingas nesuderinamas 
klases.  
Panaudojamumas programinės įrangos inţinierių atţvilgiu tai yra sudedamoji projekto 
dalis, kuri sutelkia ties vartotojo sąsajos problemomis. Šiuo poţiūriu panaudojamumas 
projekte papildo kitus tikslus pvz. funkcionalumą, patikimumą ir pan. Kitu poţiūriu 
panaudojamumas apibūdinamas kaip artefakto (programinės įrangos)  panaudojimo 
14 
 
patogumas arba tiesiog naudojimosi lengvumas. Sistemos panaudojamumas pagal [21] šaltinį 
yra sudedamoji dalis, naudingumo, praktinio priimtinumo ir sistemos priimtinumo. Sistemos 
priimtinumo sudėtis pateikiama 3 pav. 
 
3 pav. Panaudojamumas - naudojimo lengvumas (šaltinis [21]) 
Panaudojamumo vertinimas atliekamas vartotojui (end user) uţpildţius apklausą ir 
įvertinus gautus apklausos rezultatus. Apklausos kuriamos naudojant 10 Jacob Nielsen 
suformuluotų euristikų, kurios sudarytos  remiantis ištirtomis panaudojamumo problemomis.  
Jacob Nielsen euristikos: 
1. Matomas sistemos statusas (Visibility of system status) 
2. Sistema turi atitikti realią situaciją (Match between system and the real world) 
3. Laisvas vartotojo valdomas langas (User control and freedom) 
4. Nuoseklumas ir standartai (Consistency and standards) 
5. Klaidų prevencija (Error prevention) 
6. Geriau atpaţinti nei prisiminti (Recognition rather than recall) 
7. Naudojimo lankstumas ir efektyvumas (Flexibility and efficiency of use)  
8. Estetinis ir minimalistinis dizainas (Aesthetic and minimalist design) 
9. Klaidų atpaţinimas, prieţasties nustatymas ir atkūrimas (Help users recognize, 
diagnose, and recover from errors) 
10. Pagalba ir dokumentacija (Help and documentation) 
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2.3 Informacinių sistemų ir informacinių technologijų vertinimo metodai 
IT/IS audito procesas – įrodymų rinkimo ir vertinimo procesas, leidţiantis nuspręsti, ar 
IS uţtikrina turto saugumą, duomenų vientisumą,  kaip efektyviai padeda siekti organizacijos 
tikslų ir racionaliai naudoti išteklius. 
2.3.1 COBIT metodologija 
IS auditas remiantis COBIT - (angl. The Control Objectives for Information and related 
Technology) metodu atliekamas išnagrinėjant turimus resursus, išanalizuojama kaip jei 
panaudojami įmonės veikloje ir įvertinama kaip turimų resursų panaudojimas ir patys resursai 
atitinka įmonės ar organizacijos tikslus. 4 pav. pavaizduotas informacinių sistemų audito ir 
valdymo asociacijos ISACA metodo COBIT karkasas. 
 
4 pav. COBIT karkasas (Framework) (šaltinis [11]) 
Informacinių sistemų auditas pagal COBIT metodą organizacijai pateikia ar turimos 
informacinės sistemos yra saugios, tikslingos, efektyviai naudojamos, valdomos. Pagal šį 
metodą organizacija gali suţinoti ką reikia keisti ar tobulinti, kad informacinių sistemų 
efektyvumas padidėtų.  
COBIT standartą sudaro 34 procesai pateikiami 5 pav.. Šie procesai skirstomi į: 
- planavimo ir  organizavimo, 
- pirkimo ir įdiegimo, 
- naudojimo ir aptarnavimo, bei 
- monitoringo 
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5 pav. COBIT procesai (šaltinis [11]) 
COBIT procesų ir verslo poreikių sąsajos pagal [18]  pateiktos 1 lentelėje. 
1 lentelė COBIT procesų ir verslo poreikių sąsajos [18] 
Procesas Verslo poreikis 
Planavimas ir organizavimas 
PO1 Apibrėţti strateginį IT planą Rasti balansą tarp IT galimybių ir realių verslo poreikių 
PO2 Apibrėţti informacinę architektūrą Uţtikrinti optimalų informacinių sistemų sąryšį 
PO3 Pasirinkti technologinę kryptį 
Panaudoti esamas ir naujas technologijas verslo strategijos 
realizavimui 
PO4 
Apibrėţti IT organizacinę struktūrą ir 
roles 
Uţtikrinti vidinių IT paslaugų teikimą 
PO5 Kontroliuoti  IT investicijas Uţtikrinti IT finansavimą ir finansų panaudojimo kontrolę 
PO6 Komunikuoti vadovybės tikslus ir kryptį 
Uţtikrinti, kad darbuotojai ţino ir supranta vadovybės iškeltus IT 
tikslus 
PO7 Valdyti ţmogiškuosius resursus Įdarbinti ir išlaikyti kompetentingą IT darbuotojų komandą 
PO8 Uţtikrinti išorinių reikalavimų vykdymą Uţtikrinti teisinių ir sutartinių reikalavimų vykdymą IT srityje 
PO9 Įvertinti ir valdyti riziką Uţtikrinti, kad rizikos faktoriai yra identifikuoti ir pašalinti 
PO10 Valdyti IT projektus Nustatyti uţdavinius, baigti projektus laiku ir biudţeto rėmuose 
PO11 Kontroliuoti kokybę Patenkinti vartotojų poreikius. 
Pirkimai ir įdiegimas  
AI1 Automatizavimo sprendimų paieška Rasti tinkamus ir optimalius būdus patenkinti vartotojų poreikius 
AI2 Įsigyti ir priţiūrėti programinę įrangą Teikti automatizuotas funkcijas, padedančias verslo procesams 
AI3 Įsigyti ir priţiūrėti technologinę Suteikti platformas, būtinas programinės įrangos funkcionavimui 
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infrastruktūrą 
AI4 
Sukurti ir atnaujinti IT naudojimo 
procedūras 
Uţtikrinti, kad vartotojai panaudoja programinę įrangą ir 
technologijas tinkamai, pagal paskirtį 
AI5 Įdiegti ir akredituoti sistemas Uţtikrinti, kad programinė įranga tinka pageidaujamai paskirčiai 
AI6 Kontroliuoti IT sistemų pokyčius Minimizuoti neautorizuotų pakeitimų galimybę 
Naudojimas ir aptarnavimas  
DS1 
Apibrėţti ir uţtikrinti tinkamą IT paslaugų 
lygį  
Pasiekti bendrą supratimą apie tai, koks aptarnavimo lygis yra 
reikalingas 
DS2 
Kontroliuoti trečiųjų šalių teikiamas 
paslaugas 
Uţtikrinti, kad trečiųjų šalių vieta ir uţdaviniai yra aiškiai apibrėţti, 
yra vykdomi ir tenkina vartotojus 
DS3 Kontroliuoti sistemų pajėgumus ir apkrovą Uţtikrinti adekvatų sistemų pajėgumą, optimalų panaudojimą 
DS4 Uţtikrinti nuolatinį sistemų funkcionavimą 
Uţtikrinti, kad informacinės sistemos veikia, ir netgi didelės 
problemos atveju nuostoliai bus minimizuoti 
DS5 Uţtikrinti sistemų saugumą 
Apsaugoti informaciją nuo neautorizuoto priėjimo, paskleidimo, 
pakeitimo, praradimo 
DS6 Identifikuoti ir paskirstyti IT kaštus Uţtikrinti suvokimą apie realią IT paslaugų kainą 
DS7 Apmokyti vartotojus 
Uţtikrinti, kad vartotojai naudojasi technologija, yra supaţindinti su 
rizika ir atsakomybe 
DS8 Teikti pagalbą vartotojams Uţtikrinti, kad vartotojų patirtos problemos yra sprendţiamos 
DS9 Kontroliuoti sistemų konfigūraciją 
Identifikuoti visus IT komponentus, patikrinti jų fizinį egzistavimą, 
uţkirsti kelią neleistiniems pakeitimams. 
DS10 Sekti, spręsti problemas ir skundus 
Uţtikrinti, kad problemos yra sprendţiamos, prieţastys 
identifikuojamos ir išvengiama problemos pasikartojimo 
DS11 Priţiūrėti duomenis 
Uţtikrinti, kad duomenys išlieka pilni, tikslūs ir galiojantys įvedimo, 
atnaujinimo,  saugojimo, išvedimo metu 
DS12 Priţiūrėti patalpas kuriose yra įranga 
Uţtikrinti tinkamą fizinę aplinką, saugančią darbuotojus ir įrangą 
nuo natūralių ir ţmogaus sukeltų nelaimių 
DS13 Uţtikrinti kasdienį sistemų panaudojimą 
Uţtikrinti, kad svarbios IT funkcijos yra atliekamos reguliariai ir 
tvarkingai. 
Monitoringas  
M1 Priţiūrėti IT funkcijų atlikimą Uţtikrinti, kad IT procesams keliami reikalavimai yra vykdomi, 
M2 Įvertinti vidinės kontrolės adekvatumą Uţtikrinti nuolatinį iškeltų tikslų pasiekimą, procesų laikymąsi 
M3 Uţtikrinti trečiųjų šalių auditą, garantą Didinti pasitikėjimą įmone partnerių, klientų tarpe.  
M4 Organizaciškai remti audito procesą 
Didinti pasitikėjimą įmone, pasinaudoti pasaulinės IT praktikos 
pasiekimais.  
 
COBIT kubas sudarytas remiantis [11] šaltiniu, pateikiamas 6 pav., kuriame 
pavaizduotas trys esminiai COBIT poţiūriai: 
1. Informacijos kriterijus (Information Criteria); 
2. IT išteklius (IT Resources); 
3. IT procesai (IT Processes); 
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6 pav. COBIT metodo kubas (šaltinis [11]) 
2.3.2 Informacinių technologijų infrastruktūros biblioteka (ITIL) 
 
„ITIL – (angl. The Information Technology Infrastructure Library) ― tai informacinių 
technologijų (IT) įmonių valdymo metodas.  Skirtingai, nei COBIT šis metodas parodo kaip 
toli paţengę yra IT valdymo aspektai organizacijoje.  
ITIL metodą sudaro 7 moduliai: 
 Paslaugų sukūrimas ir pateikimas  
 Paslaugos pateikiamumo įvertinimas  
 Resursų valdymas  
 Finansų valdymas  
 Įsipareigojimų vykdymo prieţiūra  
 Katastrofinių situacijų valdymas  
 Duomenų saugumo ir konfidencialumo valdymas  
2.4 Paslaugų vertinimo modelis ir metodų analizė 
Organizacijos paslaugų įvertinimui yra naudojami kiti vertinimo metodai, pagal kuriuos 
galima nustatyti paslaugų brandumo lygį, sudaryti planą pagal kurį būtų galima pasiekti 
siekiamą paslaugų brandumo lygį.  
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2.4.1 Gebėjimų brandos integracijos modelis (CMMI) 
Galimybių brandos modelis CMM – (angl. Capability Maturity Model). Tai bendro 
pobūdţio verslo procesu vertinimo bei valdymo metodologija. CMM atnaujinta versija yra 
CMMI - Galimybių brandos modelio integracija. Tai modelis aprašantis esminius efektyvaus 
programinės įrangos kūrimo procesus pagal 5 brandos lygius: 
1. Pradinis (Initial) 
2. Valdomas (Managed) 
3. Apibrėţtas (Defined) 
4. Kiekybiškai valdomas (Quantitatively Managed)  
5. Optimizuojamas (Improving) 
 
7 pav.  CMMI modelio brandos lygiai 
CMMI modelio brandos lygių iliustracija pavaizduota 7 pav., kuriame matome, kad 
pradiniame lygyje kokybė yra prasčiausia, o rizika didţiausia. Didėjant kokybei rizika 
maţėja. CMMI leidţia vertinti kompanijas 5 lygiais: 1 (pradinis), 2 (valdomas), 3 
(apibrėţtas), 4 (prognozuojamas) ir 5 (optimizuojantis). 
2.4.2 Paslaugos Integracijos Brandos Modelis (OSIMM) 
OSIMM – ( The Open Group Service Integration Maturity Model) kaip ir CMMI - 
verslo procesu vertinimo bei valdymo metodologija, kurios modelis siūlo 7 brandos lygius: 
1. Duomenų integravimo (Silo (data integration) ) 
2. Integruotos (Integrated (application integration)) 
3. Komponentizuotos (Componentized ((functional integration)) 
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4. Paprastos paslaugos (Simple services (process integration)) 
5. Kompleksinės paslaugos (Composite services (supply-chain integration)) 
6. Virtualios paslaugos (Virtualized services (virtual infrastructure)) 
7. Dinamiškai perkonfigūruojamos paslaugos (Dynamically reconfigurable services 
(eco-system integration)) 
 
Šis modelis organizacija nagrinėja 7 skirtingais poţiūriais (dimensijomis): 
1. Verslo vaizdas (Business View) 
2. Organizacijos vaizdas (Organization View) 
3. Metodu vaizdas (Methods View) 
4. Panaudojimo vaizdas (Application View) 
5. Architektūros vaizdas (Architecture View) 
6. Informacinis vaizdas (Information View) 
7. Infrastruktūros vaizdas (Infrastructure View) 
 
Kiekviena dimensija yra padalinta į domenus, o kiekvienas domenas turi rinkinį galimų 
brandos indikatorių nustatančių domeno brandos lygį. Kiekvieno domeno brandos lygis 
sudaro visos dimensijos brandos lygį. Dimensijų ir brandos lygių matrica pateikta 8 pav. 
kurioje kiekvienas langelis – domenas, kurį sudaro brandumo indikatorių rinkinys. Brandumo 
indikatoriai tai klausimų rinkinys. 
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8 pav. Dimensijų ir brandos lygių matrica (šaltinis: [5]) 
Kiekvienos dimensijos ir brandumo lygio sankirta yra domenas. Iš dimensijos domenų 
pagal brandumo lygio indikatorius išrenkame domeną kuriam atitinka daugiausia indikatorių. 
Tada nustatome kuriame brandumo lygyje pagal konkrečią dimensiją yra organizacija. 
Abu modeliai CMMI ir OSIMM padeda: 
 Suprasti serviso įgyvendinimo lygį. 
 Įvertinti paslaugų brandumo lygį. 
 Nustatyti siekiamą paslaugų brandos lygį kuris tenkintų verslo tikslus. 
 Nustatyti planą, kuris padėtų pasiekti norimą paslaugos brandos lygį. 
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2.5 Interneto paslaugų stebėsenos modelis 
 QoS (Quality of Service) kontraktas - yra dokumentas, kuris apibrėţia kokybišką 
lygmenį, dėl kurio sutariama tarp paslaugų teikėjo ir paslaugos vartotojo  
 SOAP (Simple Object Access Protocol) - standartizuota pranešimų struktūra, pagrįsta 
XML, pranešimų apdorojimo modelis, aprašantis kaip servisai turėtų apdoroti 
pranešimus, bei mechanizmas, leidţiantis susieti pranešimus su įvairiais duomenų 
perdavimo internetu protokolais. 
 Agent – tai taikomoji programa įdiegta į paslaugų konteinerį kuri tiekia ir stebi WS.  
Paslaugų monitoringas pavaizduotas, WS QoS monitoringo procesas 10 pav., o 
interneto paslaugų stebėjimo modelis pateiktas 9  pav. 
 
 
9  pav. Interneto paslaugų stebėjimo modelis (šaltinis [14]) 
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10 pav.  WS QoS monitoringo procesas (šaltinis [14]) 
TAD (Test Assertion Document) - Bandomasis Tvirtinimo Dokumentas 
Tai - yra XML dokumentas, kuris apibrėţia kokybiškus poţymius, kurie bus 
kontroliuojami. Šis dokumentas sudarytas iš bandomojo atvejo ir artefakto. Bandomasis 
atvejis yra kokybiškas vieneto kontroliavimo komponentas.  
Vienas bandomasis atvejis kiekvienam kokybiškam poţymiui.  
Artefaktas yra sudarytas iš daugelio bandomųjų atvejų ir egzistuoja kiekvienai QoS 
ypatybei. 
TAD dokumento struktūra pateikta 11 pav. 
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11 pav. TAD struktūra (šaltinis: [14]) 
2.6  Susitarimas dėl paslaugos lygmens (SLA) 
WSLA (Web Service Level Agreement) pagrindės sąvokos pateiktos UML klasių 
diagramoje 12 pav. 
 
12 pav. UML klasių diagrama “WSLA metamodelis“ (šaltinis: [15]) 
WSLA sudaro trys  Service Level Agreement (SLA) skyriai: šalių aprašymo,  paslaugos 
aprašymo ir paslaugos įsipareigojimų (garantijų). 
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WSLA apibrėţia du šalių aprašymo tipus: pasirašančios šalys tai paslaugos klientas ir 
paslaugos tiekėjas, remiančios (palaikančios) šalys. Vartotojas ir tiekėjas yra pagrindinis šalių 
tipas, o palaikančios šalys teikia matavimo ir įvertinimo paslaugas.  
Paslaugos aprašyme yra pateikiama informacija gauta iš WSDL/SOAP aprašanti 
paslaugos objektus, parametrus ir metrikas. Metrikos apibrėţia kaip įvertinimas matuojamas 
iš paslaugos šaltinio (source). Funkcijos apibrėţia kaip įvertinimai iš metrikų yra 
skaičiuojami. 
Paslaugos įsipareigojimų skyrius sudarytas iš paslaugos lygio objekto, tai 
įsipareigojimas tam tikrų parametrų uţtikrinimas per tam tikrą laiko periodą. Kita paslaugos 
įsipareigojimų dalis tai „paţadas― daryti atitinkamą veiksmą  apibrėţtoje situacijoje. 
13 pav. pateiktas SLA pranešimo pavyzdys, kuriame pateiktas susitarimo šablonas su 
visais jo sudedamaisiais elementais ir išsamiau pateiktos paslaugos sąlygos (terms). 
 
13 pav. SLA pranešimo pavyzdys (šaltinis:[22]) 
2.7 Kokybės kriterijų formalus aprašas 
Šiame skyriuje pateikiama kokybės kriterijų formalaus aprašo analizė, analizė atlikta 
remiantis [13] šaltiniu. 
2.7.1 Paslaugų kokybės reikalavimai 
Paslugų kokybės įvertinimui patogu įvesti skaičiavimus, kurie skaičiais parodytų 
paslaugos tinkamumą, patikimuma ir gaišties laiką. 
 
26 
 
Parengtis rodo procentinį laiką, kai paslauga yra pasiekiama uţklausomis 1 formulė.  
  
                         
                                             
      (1) 
Patikimumas rodo, koks procentas paslaugos vykdymų buvo sėkmingas 2 formulė.  
  
                  
                                     
      (2) 
Gaišties laikas matuoja vidutinę paslaugos vykdymo trukmę, per kurią ji grąţina rezultatą. 
Vertė duodama minutėmis 3 formulė. Tinklo laikas gaunamas pagal 4 formulę. 
  
                                                    
 
 
(3) 
, kai n – iš viso atliktų paleidimų skaičius 
              
 
 
                                         
 
  , kur i=1 
(4) 
2.7.2 QVDP modelis 
QVDP (Quality-Value-Dependency-Priority) modelis. 
Šį modelį sudaro: 
- Kokybiškų savybių modelis Q modelis (5), 
 
 
(5) 
- Kokybiškų verčių V modelis (6), 
 
(6) 
- Kokybiškų priklausomybių modelis D (7), 
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(7) 
- Kokybiškų Prioritetų modelis P (8). 
 
(8) 
 
Šio modelio sintaksė,  semantika ir sintaksės formavimo taisyklės pateikiamos 14 pav.
 
14 pav. Sintaksė, semantika ir taisyklės 
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3 Išanalizuotų IS/IT vertinimo metodų palyginimas 
Lentelėje pateikiamas išanalizuoti metodų palyginimas pateiktas 2 lentelėje. Šioje 
lentelėje pateikiama išanalizuotų metodų privalumai, trūkumai ir sprendimas. 
 
2 Lentelė išanalizuotų metodų ir kriterijų palyginimas 
Metodas Kam skirtas Privalumai Trūkumai Sprendimas 
COBIT 
IS/IT 
procesams 
vertinti 
Vertinami 
informacinių 
sistemų 
procesai, 
pateikiamos 
ataskaitos 
Vertinamas vykdomas 
organizacijos viduje, 
apklausiant 
darbuotojus. 
Netinkamas 
interneto paslaugų 
nuolatiniam 
vertinimui, nes 
interneto paslaugų 
potencialūs 
vartotojai yra visi 
internetu 
besinaudojantys 
asmenys. 
ITIL 
IS/IT kokybei 
uţtikrinti 
Pateikia 
nuorodas, ką 
reikia daryti, 
kad pagerėtų 
IS/IT kokybė. 
Skirta organizacijos 
vidaus IS/IT kokybės 
uţtikrinimui ir 
nepateikia gairių kaip 
tai padaryti. 
Netinkamas 
interneto paslaugų 
audito metodikai, 
nes ITIL teikia 
rekomendacijas 
kuriant interneto 
paslaugas, bet jų 
naudojimosi 
charakteristikų 
nevertina.Tačiau 
nauja metodika taip 
pat pateiks gaires ką 
reikia daryti norint 
pagerinti interneto 
paslaugą. 
CMMI 
Brandos 
lygiui 
įvertinti. 
Verslo procesų 
vertinimas ir 
valdymas. 
Nevertina pačios 
programinės įrangos. 
Netinkamas 
interneto paslaugų 
auditui, nes tai 
sudėtingas metodas 
skirtas IT procesų 
vertinimui ir 
kokybės uţtikrinimui 
organizacijos viduje. 
OSIMM 
Paslaugos 
brandos 
lygiui 
įvertinti 
Vertinti 
paslaugų 
integravimo 
procesus 
organizacijos 
viduje. 
Sudėtingas vertinimo 
procesas ir pagal šį 
modelį 
neatsiţvelgiama į 
naudojimosi 
charakteristikas, bei 
paslaugų vartotojų 
atsiliepimus 
Netinkamas 
interneto paslaugų 
auditui, nes OSIMM 
vertina organizacijos 
verslo procesus į 
paslaugas 
orientuotos 
architektūros 
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kontekste.  
Monitoringas 
Stebėti 
interneto 
paslaugas ir 
registruoti 
stebėjimo 
parametrus 
Programinės 
įrangos 
naudojimosi 
charakteristikų 
stebėjimas ir 
duomenų 
registravimas 
Neatsiţvelgiama į 
vartotojo naudojimosi 
patogumą ir vartotojo 
sąsajos patogumą. 
Taikyti interneto 
paslaugų audito 
metodikoje 
registruojant ir 
vertinant interneto 
paslaugų 
naudojimosi 
charakteristikas 
Euristikos 
Panaudojamu
mo vertinimo 
kriterijai 
Vertinamas 
programinės 
įrangos 
naudojimosi 
patogumas. 
Nevertina 
programinės įrangos 
veikimo 
charakteristikų. 
Taikyti interneto 
paslaugų audito 
metodikoje vertinant 
interneto paslaugos 
vartotojo sąsają. 
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4 Analizės išvados 
1. Atlikta literatūros analizė parodė, kad esami IS audito metodai priklauso organizacijos 
vidinių  IT procesų vertinimui ir valdymui; vertinimo procesas atliekamas apklausiant 
organizacijos darbuotojus, analizuojant IT išteklius ir vertinant vidinius IT procesus. 
Interneto paslaugų vartotojų auditorija yra labai didelė, todėl neuţtenka apklausti 
organizacijos darbuotojus. 
2. Esami audito įrankiai yra skaičiuoklės, kurių negalima pritaikyti paslaugoms vertinti.  
3. Informacinių sistemų vertinimas atliekamas periodiškai ir jį atlieka ekspertai 
auditoriai. Interneto paslaugų auditas turėtų būti nuolatinis, nes vartotojų auditorija 
nuolat keičiasi ir periodiškai atliekamas paslaugų auditas neparodytų tikrojo 
paslaugos lygio.  
4. Nuolatinis auditas turėtų apimti interneto paslaugų vartotojų panaudojamumo 
vertinimus ir automatiškai registruojamas interneto paslaugų naudojimo 
charakteristikas.  
5. Analizės rezultate nuspręsta sukurti metodiką, kuri būtų tinkama interneto paslaugų 
vertinimui atsiţvelgiant į vartotojų vertinimus ir naudojimosi charakteristikas.  
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5 Interneto paslaugų kokybės vertinimo metodika 
Interneto paslaugų kokybės vertinimo metodika jungia interneto paslaugų monitoringą 
ir interneto paslaugų panaudojamumą. Interneto paslaugos naudojimo kokybinės 
charakteristikos registruojamos taikant monitoringą, o paslaugos panaudojamumo įvertinimus 
pateikia vartotojai pildydami anketas. 
Monitoringo įgyvendinimui WSLA metamodelį reikia papildyti parametrų reikšmių 
(Value) klase, kuri gali būti siejama su parametro vertintoju (Valuator). Paslaugos 
panaudojamumo (Usability) ir monitoringo matavimo (MonitoringMeasurement) parametrai, 
kuriuos vaizduojančios klasės taip pat įtrauktos į WSLA metamodelį. Panaudojamumas 
vertinamas taikant euristikas (Heuristics). išplėstas WSLA metamodelis pateikiamas 15 pav. 
 
15 pav.  Išplėstas WSLA metamodelis 
5.1 Interneto paslaugos panaudojamumo vertinimas 
Interneto paslaugos panaudojamumo vertinimui remiantis euristikomis sudaroma 
anketa. Anketoje klausimai grupuojami pagal euristikas. 
Anketa sudaryta pagal euristikas: 
1. Euristika. Matomas sistemos statusas (angl. Visibility of system status) 
 Ar sistema visada informuoja, kas joje vyksta? 
 Ar sistema informuoja apie esamą būseną per racionalų laiko tarpą (t.y ~5 
sek.)? 
2. Euristika. Sistemos ir realios situacijos atitikimas (angl.  Match between system 
and the real world) 
32 
 
 Ar sistemoje naudojami terminai atitinka dalykinę sritį? 
 Ar vaizduojama informacija atitinka realaus pasaulio vaizdą? 
 Ar pateikta informacija yra logiška? 
3. Euristika. Vartotojo valdymas ir laisvumas (angl. User control and freedom) 
 Ar yra sistemoje yra funkcija „avarinis išėjimas― iš visų sistemoje esančių 
būsenų? 
 Ar yra funkcijos UNDO ir REDO arba jų alternatyvos? 
4. Euristika. Nuoseklumas ir standartai (angl. Consistency and standards) 
 Ar sistemoje laikomasi terminų nuoseklumo? 
5. Euristika. Klaidų prevencija (angl. Error prevention) 
 Ar sistemos klaidų pranešimai netrukdo dirbti? 
6. Euristika. Geriau atpaţinti nei prisiminti (angl. Recognition rather than recall) 
 Ar reikalinga informacija yra matoma visuose dialogo languose (t.y. ar 
nereikia vartotojui prisiminti anksčiau rodytų ir reikalingų duomenų.)? 
 Ar vartotojo instrukcija yra lengvai pasiekiama? 
7. Euristika. Naudojimo lankstumas ir efektyvumas (angl. Flexibility and efficiency 
of use)  
 Ar sistema tinkama tiek patyrusiam, tiek pradedančiajam vartotojui? 
 Ar sistemoje yra standartinės funkcijos, kurios naudojamos daugelyje dialogo 
langų? 
8. Euristika. Estetinis ir minimalistinis dizainas (angl. Aesthetic and minimalist 
design) 
 Ar dialogo languose yra tik ta informacija, kurios vartotojui reikia? 
9. Euristika. Klaidų atpaţinimas, prieţasčių nustatymas ir atkūrimas (angl. Help 
users recognize, diagnose, and recover from errors) 
 Ar klaidos pateikiamos natūralia ir suprantama kalba? 
 Ar daţnai matomos klaidos, kuriose yra klaidų kodai? 
 Ar pateikiamos klaidų prieţastys? 
 Ar pateikiami klaidų sprendimai? 
10. Euristika. Pagalba ir dokumentacija (angl. Help and documentation) 
 Ar sistemoje pateikiama dokumentacija? 
 Ar sistemos dokumentacija pateikiama kaip tiesioginė pagalba? 
 Ar sistemoje yra klaidų paieška? 
 Ar sistemos paieška yra struktūrizuota? 
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 Ar sistemos patarimai yra trumpi ir aiškūs? 
Interneto paslaugos vartotojui pateikiama anketa, kurioje kiekvienam klausimui 
pateikiami atsakymų pasirinkimo variantai. Atsakymų intervalas [0;5]: 0 – niekada, 1 – labai 
retai, 2 – retai, 3 – daţnai, 4 - labai daţnai, 5 – visada. 
Vartotojams uţpildţius anketas, skaičiuojamas kiekvienos euristikos įvertinimų 
vidurkis Ei, o bendras paslaugos panaudojamumo įvertinimas Ip taikant (9) formulę, kurioje 
Ki – euristikos grupės svarbumo koeficientas, kurį nustato paslaugos tiekėjas ir auditorius. 
      
 
                                  
 
     (9) 
5.2 Interneto paslaugos stebėsenos ir galutinis vertinimas 
Paslaugų nuolatiniam vertinimui taikomas interneto paslaugų stebėsenos modelis. [13] 
šaltinyje nustatyta, kad esminė paslaugos savybė yra pasiekiamumas. Todėl programa 
registruoja paslaugos pasiekiamumo parametrus ir skaičiuoja Is – paslaugos stebėjimo 
įvertinimą. Bs –  iš viso sėkmingų bandymų skaičius, Bn – iš viso nesėkmingų bandymų 
skaičius, Bv – visas bandymų skaičius, kuris gaunamas atlikus skaičiavimus pagal (11) 
formulę, (10) formulė sudaryta remiantis [13] šaltiniu. 
    
  
  
, čia                   (10)  
         , čia             . (11)  
Bendras interneto paslaugos įvertinimas Lp yra panaudojamumo įvertinimo Ip ir 
interneto paslaugos pasiekiamumo įvertinimo Is suma su pasirinktais koeficientais Kp ir Ks 
(12).  Šių koeficientų suma lygi vienetui, o jų dydis pasirenkamas atsiţvelgiant į paslaugos 
tipą. Jei paslauga kritinė, tai pasiekiamumas yra labai svarbus, todėl tokios paslaugos lygio 
nustatymui Kp > Ks . (Is *5) yra interneto paslaugos pasiekiamumo įvertinimų skalės 
sulyginimas su panaudojamumo įvertinimų intervalu. 
                                                      (12) 
5.3 Interneto paslaugos vertinimo pavyzdys 
Pateikiamas interneto paslaugų vertinimo pavyzdys. 3 lentelėje ir 17 pav.  pavaizduoti 
panaudojamumo įvertinimai, o 16 pav. bendras paslaugos įvertinimo vaizdas. 
3 lentelė Panaudojamumo įvertinimų pavyzdys 
Euristika 1 2 3 4 5 6 7 8 9 10 
Euristikų vertinimų vidurkiai Ei 4,5 3 4 1 3,6 3,1 2,6 2,9 4,5 4,5 
Svarb. koef. Ki 0.05 0,1 0,1 0,2 0,1 0,1 0,1 0,05 0,1 0,1 
Ei*Ki 0,225 0,3 0,8 0,2 0,36 0,31 0,26 0,145 0,45 0,45 
Bendras panaudojamumo įvert. 3,1 
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Tarkime, kad turime Is = 
  
  
 
 
  
, tai reiškia, kad paslaugos pasiekiamumas yra 80%. 
Pasirenkame koeficientus Kp = 0,7 ir Ks = 0,3. Šios reikšmės pasirenkamos dėl to, kad 
analizuojamos paslaugos kokybei svarbesnis yra pasiekiamumas, nei panaudojamumas. Tada 
paslaugos įvertinimas bus lygus:                 
 
  
     
  
   
. Taigi paslaugos 
bendras įvertinimas yra 3,73 iš 5 galimų, paslauga pasiekiama 8 kartus iš 10 bandymų, 
vartotojai paslaugą vertina patenkinamai 3,1 balai. Interneto paslaugos panaudojamumo 
grafinis įvertinimas pateiktas 16 pav.,  
 
16 pav. Panaudojamumo euristikų (1-10) įvertinimai 
Panaudojamumo, pasiekiamumo (šis įvertinimas pateikiamas sulyginus pasiekiamumo 
skalę su panaudojamumo įvertinimų intervalu) ir bendras galutinis interneto paslaugos 
įvertinimas pateikiamas 17 pav. 
  
 
17 pav. Bendras interneto paslaugos įvertinimas 
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Registruojant interneto paslaugos pasiekiamumo duomenis kartu registruojami ir 
paslaugos naudojimo daţnumo duomenys. Todėl galima sugrupuoti paslaugos naudojimo 
daţnumą grupuojant pagal datą, paslaugos naudojimo daţnumo grafikas pateikiamas 18 pav. 
 
18 pav. Interneto paslaugos naudojimo daţnumo diagrama 
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6 Reikalavimai interneto paslaugų audito prototipui sukurti 
Šiame skyriuje pateikiami funkciniai ir nefunkciniai reikalavimai  interneto paslaugų 
audito prototipui. Remiantis sukurta metodika nustatytos kompiuterizuojamos veiklos 
funkcijos ir funkcijas atliekantys aktoriai. Sudarytas veiklos panaudojimo atvejų modelis, 
kuris pateikiamas 19 pav. Išskiriami trys vartotojo tipai: vartotojas, auditorius ir 
administratorius. Visi sistemos vartotojai privalo prisijungti prie sistemos, kad turėtų prieiga 
prie tik tam vartotojo tipui skirtų funkcijų.  Interneto paslaugų audito prototipe vartotojai 
naudosis pagrindinėmis  funkcijos, kurios reikalingos realizuoti interneto paslaugų audito 
metodikai. 
 
19 pav. Interneto paslaugų audito panaudojimo atvejų modelis 
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Panaudojimo atvejis „Registruoti paslaugos naudojimo duomenis― vykdomas 
automatiškai, kai interneto paslauga yra naudojama. 
6.1 Interneto paslaugų audito prototipo funkcinių reikalavimų specifikacija 
Pateikiamos pagrindinių panaudos atvejų veiklos diagramos (19 pav.), kurios 
reikalingos interneto paslaugų kokybės vertinimo metodikai realizuoti. Panaudojimų atvejų 
specifikacijos pateikiamos 4 - 11lentelėse. 
 
 
 
20 pav. Prisijungti vartotojui veiklos diagrama 
 
4 lentelė Panaudojimo atvejo „Prisijungti auditoriui“ specifikacija 
PA „Prisijungti vartotojui― 
Prieš sąlyga Vartotojas uţregistruotas sistemoje 
Suţadinimo sąlyga Vartotojas nori prisijungti prie sistemos 
Susiję 
panaudojimo 
atvejai 
Išplečia PA  
Apima PA  
Specializuoja 
PA 
 
Pagrindinis įvykių srautas Sistemos reakcija ir sprendimai 
1. Vartotojas įveda prisijungimo 
vardą 
 
2. Vartotojas įveda slaptaţodį  
3. Patvirtina. Sistema patikrina ar įvesti prisijungimo 
duomenys teisingi. Jei teisingi vartotojas 
prisijungia prie sistemos, kitu atveju vartotojas 
informuojamas apie klaida ir pereinama į 
pirmą ţingsnį. 
Po sąlyga:  Vartotojas sėkmingai prisijungė prie sistemos. 
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21 pav. Registruoti paslaugas vertinimui veiklos diagrama 
 
5 lentelė Panaudojimo atvejo „Registruoti paslaugas vertinimui“ specifikacija 
PA „Registruoti paslaugas vertinimui―. 
Prieš sąlyga Administratorius prisijungęs prie sistemos. 
Suţadinimo sąlyga Administratorius nori registruoti paslaugą 
sistemoje. 
Susiję 
panaudojimo 
atvejai 
Išplečia PA  
Apima PA  
Specializuoja 
PA 
 
Pagrindinis įvykių srautas Sistemos reakcija ir sprendimai 
1 Administratorius įveda 
paslaugos pavadinimą 
 
2. Administratorius įveda 
paslaugos aprašymą 
 
3. Administratorius įveda 
paslaugos url. 
 
4. Išsaugoti paslaugą. Sistema išsaugoja paslaugą.  
Po sąlyga:  Administratorius sėkmingai uţregistravo 
paslaugą sistemoje. 
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22 pav. Sudaryti klausimyną veiklos diagrama 
 
6 lentelė Panaudojimo atvejo „Sudaryti klausimyną “ specifikacija 
PA „Sudaryti klausimyną― 
Prieš sąlyga Auditorius prisijungęs prie sistemos.  
Paslauga registruota sistemoje. 
Suţadinimo sąlyga Auditorius nori registruoti  
Susiję 
panaudojimo 
atvejai 
Išplečia PA  
Apima PA  
Specializuoja 
PA 
 
Pagrindinis įvykių srautas Sistemos reakcija ir sprendimai 
1 Auditorius išrenka paslaugą  
2. Auditorius pasirenka klausimą  
3. Auditorius išsaugoja 
klausimyną 
Sistema išsaugoja klausimyną 
Po sąlyga:  Auditorius sėkmingai uţregistruoja 
klausimyną 
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23 pav. Redaguoti klausimyną veiklos diagrama 
 
7 lentelė Panaudojimo atvejo „Redaguoti klausimyną“ specifikacija 
PA „Redaguoti klausimyną― 
Prieš sąlyga Auditorius prisijungęs prie sistemos.  
Paslauga registruota sistemoje. 
Paslaugos klausimynas registruotas sistemoje. 
Suţadinimo sąlyga  Auditorius nori redaguoti esamą paslaugos 
klausimyną. 
Susiję 
panaudojimo 
atvejai 
Išplečia PA  
Apima PA  
Specializuoja 
PA 
 
Pagrindinis įvykių srautas Sistemos reakcija ir sprendimai 
1 Auditorius pasirenka paslaugą  
2. Auditorius pasirenka naują 
klausimą 
 
3. Auditorius išsaugoja 
klausimyną 
Sistema išsaugoja klausimyno pakeitimus. 
Po sąlyga:  Auditorius sėkmingai redagavo klausimyną. 
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24 pav. Naudoti paslaugą veiklos diagrama 
 
 
8 lentelė Panaudojimo atvejo „Naudoti paslaugą“ specifikacija 
PA „Naudoti paslaugą― 
Prieš sąlyga Vartotojas prisijungęs prie sistemoje. 
Paslauga registruota sistemoje. 
Suţadinimo sąlyga Vartotojas nori naudotis paslauga. 
Susiję 
panaudojimo 
atvejai 
Išplečia PA  
Apima PA  
Specializuoja 
PA 
 
Pagrindinis įvykių srautas Sistemos reakcija ir sprendimai 
1 Vartotojas pasirenka paslaugą  
2. Vartotojas naudojasi paslauga Vartotojas naudojasi paslauga. 
Po sąlyga:  Vartotojas pasinaudoja paslauga. 
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25 pav. Registruoti paslaugos naudojimo duomenis veiklos diagrama 
 
9 lentelė Panaudojimo atvejo „Registruoti paslaugos naudojimo duomenis“ specifikacija 
PA „Registruoti paslaugos naudojimo duomenis― 
Prieš sąlyga Vartotojas pradeda naudotis paslauga. 
Suţadinimo sąlyga  Vartotojas nori naudotis paslauga. 
Susiję 
panaudojimo 
atvejai 
Išplečia PA  
Apima PA  
Specializuoja 
PA 
 
Pagrindinis įvykių srautas Sistemos reakcija ir sprendimai 
1.  Registruoti paslaugos 
naudojimosi datą 
Sistema registruoja bandymo naudotis 
paslauga datą. Jei paslauga pasiekiama 
pereinama į antrąjį ţingsnį, jei nepasiekiama 
pereinama į trečią ţingsnį. 
2. Registruoti sėkmingą 
bandymą 
Sistema registruoja sėkmingą bandymą t.y. 
paslauga pasiekiama. 
3. Registruoti nesėkmingą 
bandymą 
Sistema registruoja nesėkmingą bandymą t.y. 
paslauga nepasiekiama. 
Po sąlyga:  Sistema sėkmingai uţregistruoja paslaugos 
naudojimo duomenis. 
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26 pav. Uţpildyti apklausą veiklos diagrama 
 
10 lentelė Panaudojimo atvejo „Uţpildyti apklausą“ specifikacija 
PA „Uţpildyti apklausą― 
Prieš sąlyga Vartotojas prisijungęs prie sistemos 
Suţadinimo sąlyga  Vartotojas nori įvertini paslaugą 
Susiję 
panaudojimo 
atvejai 
Išplečia PA  
Apima PA  
Specializuoja 
PA 
 
Pagrindinis įvykių srautas Sistemos reakcija ir sprendimai 
1. Vartotojas pasirenka paslaugą  
2. Vartotojas pildo anketą  
3. Vartotojas patvirtina savo 
atsakymus 
Vartotojas patvirtina savo atsakymus, atsakyta 
ne į visus anketos klausimus grįţtama į antrąjį 
ţingsnį. 
4. Sistema išsaugoja vartotojo 
atsakymus 
Sistema sėkmingai išsaugoja vartotojo 
atsakymus 
Po sąlyga:  Vartotojas sėkmingai įvertino paslaugą. 
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27 pav. Atlikti auditą veiklos diagrama 
 
11 lentelė Panaudojimo atvejo „Atlikti auditą“ specifikacija 
PA „Atlikti auditą― 
Prieš sąlyga Auditorius prisijungęs prie sistemos 
Suţadinimo sąlyga  Auditorius nori atlikti paslaugos auditą. 
Susiję 
panaudojimo 
atvejai 
Išplečia PA  
Apima PA  
Specializuoja 
PA 
 
Pagrindinis įvykių srautas Sistemos reakcija ir sprendimai 
1. Auditorius pasirenką paslaugą  
2. Auditorius atlieka auditą  
3. Sistema išsaugoja audito 
rezultatus 
Sistema sėkmingai išsaugoja audito rezultatus. 
Po sąlyga:  Paslauga įvertinta. 
 
 
6.2  Dalykinės srities modelis 
 
Dalykinės srities ir WSLA modelis pavaizduotas 28 pav. Šis modelis sudarytas iš 
dviejų dalių, WSLA metamodelio ir dalykinės srities modelio. Dalykinės srities modelis 
skirtas realizacijai interneto paslaugų audito metodikai ir pavaizduoti ryši su WSLA 
metamodeliu. 
Dalykinės srities modelyje yra apibrėţiami trys vartotojų tipai: vartotojas (naudojasi 
paslaugomis), auditorius (atlieka interneto paslaugų auditą) ir sistemos administratorius. Visi 
vartotojų tipai privalo prisijungti norėdami pasiekti jiems skirtas funkcijas. Šiame modelyje 
saugoma paslaugų informacija, bei monitoringo ir panaudojamumo rezultatai. 
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28 pav. Dalykinės srities ir WSLA klasių diagrama 
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6.3 Nefunkciniai reikalavimai ir apribojimai 
Paslaugų audito nefunkciniai reikalavimai pateikiami 12 lentelėje. 
12 lentelė. Sistemos nefunkciniai reikalavimai 
Nr. 
Nefunkcinis 
reikalavimas 
Paaiškinimas 
1. Saugumas 
Auditoriai gali audituoti visas paslaugas. Visi  sistemos vartotojai 
yra identifikuojami ir turi unikalius prisijungimo duomenis.  
2. Patikimumas Sistema turi veikti be klaidų. Ir uţtikrinti stabilų sistemos darbą. 
3. 
Vartotojo sąsajos 
patogumas ir 
prototipo 
panaudojamumas 
Vartotojo sąsaja turi būti lengvai valdoma. (t.y kad paprastas 
vartotojas be papildomų kursų sugebėtų ja naudotis).  Vartotojo 
sąsaja turi būti vieningo stiliaus. 
Sistemoje turi būti pagalba, kurioje būtų paaiškinti esminių 
funkcijų naudojimosi scenarijai. Sistemoje vartotojas turi matyti, 
kurioje sistemos dalyje yra. 
Vartotojas visuose languose turi turėti galimybę atsijungti nuo 
sistemos. 
4. Terminų ţodyno Sistemoje dalykinės srities terminai turi turėti paaiškinimus. 
5. Pasiekiamumas Sistema turi būti pasiekiama internetu. 
6. Veikimo greitis Sistemoje uţklausos turi būti įvykdomos per 2 sek.  
7. Korektiškumas Sistemoje bus galima įvesti tik korektiškus duomenis. 
8. Suderinamumas Sistema turi veikti Firefox ir Internet Explorer naršyklėse. 
 
Rizikos faktorius - sistemoje esantys vartotojai gali nenorėti pildyti anketas 
(klausimynus) arba paslaugas vertinti neobjektyviai. Taip audito rezultatai būtų iškraipomi. 
Šios rizikos būtų galima išvengti, jei vartotojai būtų suinteresuoti asmenys siekiantys, kad 
interneto paslaugos taptų kokybiškesnės, atitiktų vartotojų poreikius ir veiktų tinkamai. 
6.4 Reikalavimų analizės apibendrinimas 
I. Sukurti interneto paslaugų prototipo funkciniai reikalavimai, pagal šiuos reikalavimus 
realizuojamas interneto paslaugų funkcionalumas, vartotojų tipai ir vartotojams 
priskiriamos funkcijos. 
II. Sudarytas interneto paslaugų audito prototipo dalykinės srities modelis, pagal kurį 
realizuotame prototipe saugojama informacija apie interneto paslaugą, paslaugų 
stebėjimo ir panaudojamumo vertinimas reikiami koeficientai, bei interneto paslaugų 
audito vertinimai. 
III. Sudaryti nefunkciniai reikalavimai, kurie turi būti realizuoti interneto paslaugų audito 
prototipe. 
IV. Nustatytas pagrindinis rizikos faktorius – vartotojų abejingumas ir neobjektyvumas, 
tačiau vartotojai taip pat turi būti suinteresuoti asmenys ir prisidėti prie interneto 
paslaugų tobulinimo, todėl šis rizikos faktorius neturi pasireikšti. 
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7 Interneto paslaugų audito prototipo projektas ir jo realizacija 
Šiame skyriuje pateikiama sistemos architektūra, panaudojimo atvejų realizacijos, 
sistemos elgsenos modelis ir duomenų bazės schema. 
 
7.1 Interneto paslaugų audito prototipo architektūra 
Pateikiama interneto paslaugų audito prototipo loginė sistemos architektūra, vartotojų 
paslaugos, veiklos paslaugos ir duomenų paslaugos. 
 
7.1.1 Interneto paslaugų audito prototipo loginė sistemos 
architektūra 
 Sistema išskaidyta į šešis posistemis: administratoriaus, auditoriaus, vartotojo, 
duomenų registravimo(monitoringo), duomenų bazės ir pagrindinis posistemiai. Duomenų 
registravimo posistemyje sistema registruoja paslaugos naudojimosi duomenis. Sistemos 
loginė architektūra pateikta 29 pav. 
 
29 pav. Interneto paslaugų audito loginė architektūra 
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7.1.2 Interneto paslaugų audito prototipo vartotojų paslaugos 
Vartotojui prisijungus prie sistemos pateikiamas pagrindinis langas iš kurio jis gali 
pasiekti jam skirtas funkcijas ir jas vykdyti. Sistemoje yra trys pagrindiniai vartotojo tipai: 
vartotojas, auditorius ir administratorius.  Funkcijų prieinamumas priklauso nuo vartotojo 
tipo. Vartotojo sąsajos modelis pateikiamas 30 pav. 
 
 
30 pav. Vartotojo sąsajos modelis 
7.1.3 Interneto paslaugų audito prototipo veiklos paslaugos 
Veiklos paslaugos pavaizduotos valdymo klasių diagrama 31 pav.. Šioje diagramoje 
pavaizduoti valdikliai ir esybės, kurios dalyvauja tarp vartotojo sąsajos ir duomenų paslaugų. 
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31 pav. Valdymo klasių diagrama 
7.1.4 Interneto paslaugų audito prototipo duomenų paslaugos 
Klasių diagramoje 32 pav. pateiktos interneto paslaugų audito prototipo klasės ir klasių 
atributai. 
 
32 pav. Interneto paslaugų audito prototipo klasių diagrama 
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7.2  Interneto paslaugų audito prototipo detalus projektas 
Šiame skyriuje pateikiamos panaudos atvejų: registruoti auditorius, prisijungti 
auditoriui, sudaryti klausimyną, redaguoti klausimyną, naudoti paslaugą, uţpildyti apklausą ir 
atlikti auditą. Tai pagrindinių panaudos atvejų realizacijos diagramos. 
Panaudos atvejui (PA) prisijungti auditoriui yra analogiškai sudaromi PA prisijungti 
auditoriui ir prisijungti administratoriui. Visose realizacijos diagramose būtina prieiga prie 
duomenų bazės. Realizacijos diagramos pateikiamos 33 pav. - 39 pav. 
 
 
33 pav. Panaudojimo atvejo „Registruoti auditorius“ realizacijos diagrama 
 
34 pav. Panaudojimo atvejo „Prisijungti auditoriui“ realizacijos diagrama 
 
 
 
35 pav. Panaudojimo atvejo „ Sudaryti klausimyną“ realizacijos diagrama 
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36 pav. Panaudojimo atvejo „Redaguoti klausimyną“ realizacijos diagrama 
 
 
 
 
37 pav. Panaudojimo atvejo „Naudoti paslaugą“ realizacijos diagrama 
 
 
 
38 pav. Panaudojimo atvejo „Uţpildyti apklausą“ realizacijos diagrama 
 
39 pav. Panaudojimo atvejo „Atlikti auditą“ realizacijos diagrama 
 
52 
 
7.3  Interneto paslaugų audito prototipo elgsenos modelis 
Šiame skyriuje pateikiamos vartotojo registracijos, vartotojo prisijungimo, naudoti 
paslaugą, paslaugos naudojimosi duomenų registravimo, uţpildyti apklausą ir atlikti auditą 
sekų diagramos. Šios diagramos pateikiamos 40 pav. - 45 pav. 
 
 
40 pav. Vartotojo registracijos sekų diagrama 
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41 pav.  Vartotojo prisijungimo sekų diagrama 
 
 
  
 
42 pav. Naudoti paslaugą sekų diagrama
 
43 pav. Paslaugos naudojimosi duomenų registravimo sekų diagrama 
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44 pav. Uţpildyti apklausą sekų diagrama 
 
 
  
 
45 pav. Atlikti auditą sekų diagrama 
 
 
7.4 Interneto paslaugų audito prototipo duomenų bazės schema 
 
 Interneto paslaugų audito duomenų bazės schema pateikiama 46 pav.
 
46 pav. Interneto paslaugų audito prototipo duomenų bazės schema 
7.5 Interneto paslaugų audito prototipo realizacijos modelis  
Šiame skyriuje pateikiamas interneto paslaugų audito realizacijos modelis, kurį sudaro 
komponentų modelis, diegimo modelis, sistemos diegimui reikalinga programinė įranga ir 
prototipo diegimo eiga. 
7.5.1 Interneto paslaugų audito prototipo komponentų modelis 
 
Komponentų modelį sudaro pagrindinis komponentas, auditoriaus komponentas, 
vartotojo komponentas, administratoriaus komponentas. Auditoriaus , administratoriaus ir 
vartotojo komponentai naudoja atitinkamai pagal tipą registracijos, redagavimo, perţiūros ir 
specialių funkcijų komponentus. Vartotojo komponentas taip pat naudoja komponentą 
„Naudotis paslauga―, o pagrindinis komponentas naudoja „Paslaugos naudojimosi duomenų 
registracija― komponentą. Komponentų modelis pavaizduotas 47 pav.. 
 
47 pav.  Komponentų modelis 
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7.5.2 Interneto paslaugų audito prototipo diegimo modelis 
Interneto paslaugų audito prototipo artefaktai ir duomenų bazė patalpinami serveryje, o 
vartotojas šią sistemą pasiekia http protokolu naudodamasis interneto naršykle. Interneto 
paslaugų audito prototipo diegimo modelis pateiktas 48 pav. 
 
48 pav.  Interneto paslaugų audito prototipo diegimo modelis 
7.5.3 Interneto paslaugų audito prototipo diegimas 
Sistemai (prototipui) įdiegti reikalinga programinė įranga: 
 MySQL 5.0.37 duomenų bazių serveris. 
 IIS 5.1 (Internet Information Service) arba aukštesnės versijos interneto 
taikomųjų programų serveris, palaikantis .NET Framework 2 taikomąsias 
programas. 
 Apache 2.2 serveris. 
Sistemos diegimo eiga: 
 Duomenų bazės failai importuojami į MySQL 5.0.37 serverį. 
 Interneto paslaugų programos katalogais perkeliamas į IIS darbinę sritį. 
 Audito sistemos programų katalogai perkeliami į Apache 2.2 serverio 
darbinę sritį. 
 Pagal duomenų bazių serverių vardus ir slaptaţodţius susikonfiguruojamas 
prisijungimas prie DB. 
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7.6  Prototipo veikimas ir vartotojo sąsaja 
Šiame skyriuje pateikiami pagrindiniai administratoriaus, auditoriaus ir interneto 
paslaugų vartotojų programos langai ir sistemos (prototipo) veikimo paaiškinimai. 
7.6.1 Prisijungimo langas 
Vartotojas įveda prisijungimo vardą (Login), slaptaţodį (Password) ir spaudţia 
prisijungti. Analogiški prisijungimo langai yra auditoriui ir administratoriui. Vartotojo 
prisijungimo langas pateiktas 49 pav. 
 
49 pav. Vartotojo prisijungimo langas 
7.6.2 Interneto paslaugų audito prototipo vartotojo langai 
Vartotojo paslaugos naudojimosi langas pateiktas 50 pav. vartotojui naudojantis 
paslauga suteikiamos pagrindinės paslaugos charakteristikos, o paslaugos vertinimo langas 
pateiktas 51 pav. Paslaugos vertinimo lange pateikiamas auditoriaus sudarytas klausimynas 
(anketa). Kiekvieno klausimo galimi atsakymai sugeneruoti pagal sudarytą metodika. 
 
50 pav. Vartotojo paslaugos naudojimosi langas 
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51 pav. Vartotojo paslaugos vertinimo langas 
Paslaugų naudotojas (vartotojas) prisijungęs gali naudotis sąraše esančiomis 
paslaugomis, o jomis pasinaudojęs uţpildyti anketą ir taip įvertinti interneto paslaugos 
panaudojamumą (Usability). Interneto paslaugos vartotojui suteikiama galimybė parašyti 
savo nuomonę apie interneto paslaugą, komentarų skiltyje. Komentarų rašymo langas 
pateikiamas 52 pav. 
 
 
52 pav. Vartotojo komentarų rašymo langas 
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7.6.3 Administratoriaus pagrindinis langas 
Pagrindinis administratoriaus langas (paslaugos registravimo langas) pateiktas 53 pav. 
Administratorius prisijungęs prie interneto paslaugų audito prototipo gali registruoti interneto 
paslaugas vertinimui įvesdamas paslaugos pavadinimą, aprašymą ir paslaugos internetinį 
adresą (url), kuriuo ji bus pasiekiama vartotojams. Pagal administratoriaus įvesta url 
sugeneruojami nuoroda paslaugų vartotojams. 
 
53 pav. Pagrindinis administratoriaus langas 
Administratorius prisijungęs gali registruoti paslaugas, kurioms auditorius galės 
sudaryti klausimyną. O vartotojai naudotis šia paslauga, vertinti ir rašyti komentarus. 
7.6.4 Interneto paslaugų audito prototipo auditoriaus langai 
Auditorius prisijungęs prie sistemos gali atlikti paslaugos auditą, nustatyti paslaugos 
vertinimo koeficientus, sudaryti ar redaguoti klausimyną (-us) ir registruoti klausimus.  
 
54 pav. Klausimyno sudarymo langas 
Auditorius prisijungęs gali sukurti klausimyną iš esamų klausimų sąrašo 54 pav. 
pasirenkami klausimai, kurie yra aktualūs konkrečiai paslaugai. Jei paslauga jau turi sukurtą 
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klausimyną tada galima jį redaguoti t.y. pridėti naujų klausimų ir/ar ištrinti jau priskirtus 
klausimus 55 pav.. Taip pat auditorius registruoja naujus klausimus pagrindiniame lange 
įvedęs klausimo tekstą ir pasirinkęs euristiką, kuriai priklauso naujas klausimas. Klausimo 
registravimas pavaizduotas 55 pav. 
 
55 pav. Klausimyno redagavimo langas 
56 pav. pateiktas paslaugos vertinimo koeficientų registravimo langas, šiame lange 
auditorius registruoja paslaugos vertinimo: pagrindinius koeficientus ir paslaugos 
panaudojamumo koeficientus. Jei koeficientai jau registruoti tai auditorius pasirinkęs 
paslaugą ir atsidaręs paslaugos vertinimo koeficientų nustatymo langą mato paskutinius 
registruotus koeficientus, kuriuos gali keisti. Koeficientams yra taikomi anksčiau metodikoje 
aprašyti apribojimai. 
Naujo klausimo 
rašymo laukas 
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56 pav. Auditoriaus koeficientų nustatymo langas 
7.6.5 Audito ataskaitos perţiūros langas 
Interneto paslaugos vertinimo ataskaitoje pateikiami panaudojamumo, paslaugos 
stebėsenos įvertinimai ir galutinis paslaugos įvertinimas. Šie įvertinimai pateikiami 
diagramose ir šalia diagramos esančiame aprašyme. Pirmoje stulpelinėje diagramoje 
pateikiami panaudojamumo įvertinimų vidurkis pagal euristikas. Nuo pirmos euristikos iki 
dešimtos. Antroje „pyrago― (pie) tipo diagramoje pateikiami paslaugos pasiekiamumo 
rezultatai. Šie rezultatai gauti iš interneto paslaugos monitoringo. Trečioje diagramoje 
pateikiamas galutinis interneto paslaugos panaudojamumo įvertinimas, interneto paslaugos 
stebėsenos įvertinimas skalę sulyginus su panaudojamumo įvertinimų intervalu ir galutini 
interneto paslaugos įvertinimas. Registruojant paslaugos pasiekiamumo charakteristikas 
registruojama data kada buvo kreiptasi į konkrečią paslaugą, remiantis šiais duomenimis 
sudaroma paslaugos naudojimosi daţnumo diagrama. Prototipas po diagramų pateikia 
automatiškai sugeneruotą išvadą, kurioje verbaline išraiškia pateikiamas paslaugos 
įvertinimas. Šis įvertinimas nėra galutinis ir jis neatsiţvelgia į interneto paslaugos tipą (ar 
paslauga kritinė ir pan.). Ataskaitos pabaigoje pateikiami audituojamos paslaugos 
komentarai, kuriuose savo nuomonę išreiškė interneto paslaugos vartotojai.  Interneto 
paslaugos vertinimo ataskaita pateikiama. 57 pav. - 58 pav.  Audituojamos paslaugos 
komentarai pateikiami 59 pav. 
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57 pav. Audito ataskaitos perţiūros langas 1 
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58 pav. Audito ataskaitos perţiūros langas 2 
  
 
59 pav. Audituojamos interneto paslaugos komentarai 
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7.7 Prototipo testavimo modelis 
Testuojamas interneto paslaugų audito prototipas, kurio metu nustatoma ar realizuota 
sistema veikia korektiškai ir ar atitinka anksčiau apibrėţtus reikalavimus. Prototipo 
testavimas atliktas taikant: panaudos atvejų testavimą, visos sistemos bendrą testavimą ir 
nefunkcinių reikalavimų testavimą. 
7.7.1 Visos sistemos testavimas 
Testuojamas visos sistemos veikimas nuo interneto paslaugos registravimo sistemoje 
iki audito ataskaitos. Tikrinamas sistemoje įvestų duomenų ir rezultatų teisingumas. 
Tikslas: ištestuoti visą prototipo veikimo teisingumą ir nustatyti ar viso prototipo 
veikimas yra teisingas 
Testavimo scenarijus: 
1. Interneto paslaugos registravimas sistemoje. 
a. Administratorius prisijungia prie sistemos (prototipo).  
b. Administratorius registruoja naują interneto paslaugą sistemoje 
įvesdamas paslaugos pavadinimą, paslaugos aprašymą ir adresą (url). 
c. Administratorius atsijungia. 
2. Auditorius sudaro klausimyną registruotai paslaugai. 
a. Auditorius prisijungia prie sistemos. 
b. Auditorius pasirenka paslaugą iš sąrašo paslaugų, kurios dar neturi 
sudaryto klausimyno. 
c. Auditorius pasirenka klausimus, kurie aktualūs naujai registruotai 
paslaugai ir sudaro naują klausimyną. 
3. Vartotojas naudojasi, vertina ir komentuoja interneto paslaugą. 
a. Vartotojas prisijungia prie sistemos. 
b. Vartotojas pasirenka paslaugą ir ja naudojasi. 
c. Vartotojas pasinaudojęs paslaugą vertina ją pagal anksčiau sudarytą 
auditoriaus klausimyną. 
d. Vartotojas uţpildęs anketą (klausimyną) parašo savo nuomonę 
komentarų skiltyje. 
e. Vartotojas atsijungia. 
4. Auditorius atlieka interneto paslaugos auditą. 
a. Auditorius prisijungia prie sistemos. 
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b. Auditorius nustato paslaugos panaudojamumo ir pagrindinius 
koeficientus. 
c. Auditorius atlieka pasirinktos interneto paslaugos auditą. 
d. Auditoriui pateikiama audito ataskaita. 
e. Auditorius atsijungia. 
Rezultatas: visos sistemos testavimą atlikus pagal scenarijų sistema veikė teisingai, 
nes sistemoje audito ataskaitos rezultatai sutapo su rezultatais paskaičiuotais rankiniu būdu. 
7.7.2 Panaudos atvejų testavimas 
 
Testuojami pagrindiniai (realizuoti interneto paslaugų audito prototipe ir privalomi 
audito metodikoje) panaudos atvejai aprašant testavimo veiksmų seką, laukiama reakciją ir 
rezultatą. sudarytas kiekvienam panaudos atvejui aprašyta veiksmų seka ir laukiama sistemos 
reakcija. Panaudos atvejų testavimas pateikiamas 13 lentelėje. 
Tikslas: ištestuoti prototipą remiantis panaudos atvejais ir nustatyti ar atitinka laukiama 
sistemos reakcija su gautais sistemos rezultatais. 
Rezultatas: testavimas pagal panaudos atvejus yra teigiamas, interneto paslaugos 
vertinimo prototipo laukiama sistemos reakcija sutapo su gautais rezultatais. 
13 Lentelė Panaudos atvejų testavimas 
NR. 
TESTAVIMO 
VEIKSMŲ 
SEKA 
LAUKIAMA 
SISTEMOS 
REAKCIJA 
REZULTATAS IŠVADA 
Prisijungti auditoriui,  Prisijungti vartotojui,  Prisijungti administratoriui 
1.1 
Teisingai įvesti 
prisijungimo 
duomenys ir 
paspaustas 
mygtukas 
„Prisijungti― 
Pranešimas: 
―Sėkmingai 
prisijungta ―user 
name‖‖ 
Sistema praneša apie 
sėkmingą 
prisijungimą ir 
pasisveikina su 
prisijungusiu 
vartotoju. 
Teisingai (+) 
1.2 
Klaidingai įvesti 
prisijungimo 
duomenys 
Pranešimas: ―Klaida, 
prisijungimo vardas 
arba slaptaţodis 
klaidingi‖ 
Sistema praneša apie 
klaidą ir siūlo grįţti į 
prisijungimo langą. 
Teisingai (+) 
Sudaryti klausimyną 
3.1 
Sudaryti naują 
klausimyną, 
nurodytos galimi 
atsakymai ir jų 
reikšmės, bei 
paspaustas 
mygtukas 
Pranešimas: 
―Klausimynas 
sėkmingai sukurtas‖ 
Sistema uţregistruoja 
naują klausimyną. 
Sistema pasirinkus 
klausimus ir 
paspaudus 
patvirtinimo 
mygtuką, praneša, 
kad klausimynas 
sėkmingai sudarytas. 
Teisingai (+) 
70 
 
„Sudaryti 
klausimyną― 
3.2 
Jei visi laukai 
uţpildyti bet nėra 
pridėta nei vieno 
klausimo ir 
paspaustas 
mygtukas 
„Sudaryti 
klausimyną― 
Pranešimas: 
―Klausimynas turi 
turėti bent vieną 
klausimą‖ 
Nepasirinkus nei 
vieno klausimo ir 
paspaudus 
patvirtinimo mygtuką 
sistema informuoja: 
„Norėdami sudaryti 
klausimyną, 
pasirinkite bent vieną 
klausimą― 
Teisingai (+) 
Redaguoti klausimyną 
4.1 
Jei pasirenkamas 
naujas klausimas 
ir paspaudţiamas 
redagavimo 
mygtukas. 
Pranešimas: 
―Klausimas pridėtas‖ 
Sistema prideda naują 
klausimą. 
Pasirinkus naują 
klausimą ir 
paspaudus 
patvirtinimo mygtuką 
sistema informuoja 
kad klausimas 
sėkmingai pridėtas 
prie klausimyno. 
Teisingai (+) 
4.2 
Jei pasirenkamas 
klausimyne jau 
esantis klausimas 
ir paspaudţiamas 
šalinimo 
mygtukas. 
Pranešimas: 
―Klausimas 
pašalintas‖ Sistema 
pašalina klausimą iš 
klausimyno. 
Pasirinkus 
klausimyne esamą 
klausimą ir 
paspaudus šalinimo 
mygtuką sistema 
informuoja, kad 
klausimas pašalintas 
Teisingai (+) 
Atlikti auditą 
5.1 
Pasirinkta 
paslauga ir 
paspaustas 
mygtukas ―Atlikti 
auditą‖ 
Sistema atlieka 
skaičiavimus ir 
sugeneruoja audito 
ataskaita, kuri 
parodoma ataskaitos 
lange. 
Pasirinkus paslaugą 
ir paspaudus audito 
atlikimo mygtuką 
sistema sugeneruoja 
ir pateikia audito 
ataskaitą 
Teisingai (+) 
Naudoti paslaugą 
6.1 
Pasirinkta 
paslauga ir 
paspausta ant 
paslaugos 
pavadinimo. 
Sistema paleidţia 
pasirinkta paslaugą. 
Sistema kreipiasi 
pagal nurodytą url ir 
paleidţia paslaugą. 
Jei ji nepasiekiama 
arba blogas url 
parodomas 
standartinis naršyklės 
pranešimas „Not 
found― 
Teisingai (+) 
Užpildyti apklausą 
7.1 
Atsakytą į visus 
klausimus ir 
paspaustas 
mygtukas 
Sistema išsaugoja 
atsakymus ir siunčia 
pranešimą: ―Ačiū, 
apklausa sėkmingai 
Sistemoje atsakius į 
klausimus ir 
paspaudus 
patvirtinimo mygtuką 
Teisingai (+) 
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―Patvirtinti‖ uţpildyta‖ vartotojas 
informuojamas apie 
sėkmingą sistemos 
panaudojamumo 
vertinimą. 
Registruoti paslaugas vertinimui 
8.1 
Paslaugos 
pavadinimas ir 
aprašymas įvesti 
ir paspaustas 
mygtukas 
„Registruoti―. 
Sistema įrašo 
paslaugą ir siunčia 
pranešimą: 
―Registracija 
sėkminga‖ 
Sistema uţregistruoja 
paslaugą vertinimui. 
Teisingai (+) 
Registruoti paslaugos naudojimo duomenis 
9.1 
Paslauga 
pradedama 
naudotis 
Sistema įrašo 
paslaugos 
naudojimosi 
duomenis. 
Sistema įrašo 
paslaugos 
pasiekiamumo 
duomenis ir kada į 
paslaugą kreiptasi. 
Teisingai (+) 
7.7.3 Nefunkcinių reikalavimų testavimas 
Testuojama ar anksčiau apibrėţti nefunkciniai reikalavimai atitinka prototipo 
realizaciją. 
Tikslas: Nustatyti ar interneto paslaugų audito prototipas atitinka apibrėţtus 
pagrindinius (saugumas, patikimumas, pasiekiamumas, veikimo greitis, korektiškumas, 
suderinamumas) nefunkcinius reikalavimus. 
Rezultatas: Nustatyta, kad realizuotas prototipas atitinka pagrindinius apibrėţtus 
nefunkcinius reikalavimus. Prototipe visi sistemos vartotojai identifikuoti ir turi unikalius 
prisijungimo duomenis, sistemos veikime klaidų nepastebėta, sistema pasiekiama internetu 
naudojant interneto naršyklę, sistemoje galima įvesti tik korektiškus duomenis ir sistema 
veikia Firefox ir IE naršyklėse. Kiti nefunkciniai reikalavimai įvertinti eksperimente. 
 
 
 
 
72 
 
8 Pavyzdinės interneto paslaugos vertinimo metodikos eksperimentas 
Šiame skyriuje pateikiamos interneto paslaugų audito metodikos ir prototipo 
eksperimentas. 
8.1 Eksperimento planas 
Interneto paslaugų audito metodikos ir prototipo eksperimento tikslas yra nustatyti 
pasirinktos interneto paslaugos įvertinimą ir įvertinti interneto paslaugų audito prototipo 
nefunkcinius reikalavimus. Eksperimente analizuojama interneto paslauga „Auto įvykiai― ir 
interneto paslaugų audito prototipo nefunkciniai reikalavimai. Interneto paslaugos vertinimą 
sudarys paslaugos panaudojamumo įvertinimas ir monitoringo rezultatai.  
Prototipo nefunkcinius reikalavimus ir interneto paslaugos panaudojamumą vertins 
studentai – ekspertai 14 lentelė. 
14 lentelė Vartotojai - ekspertai 
Eksperto vardas pavardė Sutrumpinimas 
Raminta Ţeknytė E_RZ 
Tomas Ţylė E_TZ 
Jonas Janušauskas E_JJ 
Augustinas Gustas E_AG 
Audrius Liutkus E_AL 
 
Studentai prisijungs prie sistemos (interneto paslaugų audito prototipo), naudosis 
paslauga „Auto įvykiai―, pildys anketą sudarytą pagal panaudojamumo euristikas ir rašys 
komentarus. Eksperimente vertinamos paslaugos klausimynas (anketa) sudaroma pasirenkant 
visus panaudojamumo vertinimui metodikoje skirtus klausimus, tokiu būdu interneto 
paslaugos „Auto įvykiai― vartotoja sąsaja vertinama visais panaudojamumo aspektais.  
Eksperimentui naudojama autoįvykių paieškos „Auto įvykiai―  interneto paslauga. Šios 
paslaugos interfeise vartotojas kalendoriuje pasirenką datą, kuri automatiškai įrašoma į datos 
lauką. Tada paslaugos vartotojas spaudţia mygtuką ieškoti ir po tam tikro laiko tarpo 
pateikiama lentelė su pasirinktą diena įvykusiais autoįvykiais. Šios interneto paslaugos 
vartotojo sąsaja pateikiama 60 pav. 
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60 pav. Interneto paslaugos „ Auto įvykiai “ kliento formos 
Pateikiami interneto paslaugos „Auto įvykiai―  rezultatai XML formatu 15 lentelė, kai 
paieškos laukelyje buvo įvesta 2010-11-17 data. 
 15 Lentelė Interneto paslaugos „Auto įvykiai“ rezultatai XML formatu 
<DataSet> 
   <xs:schema id="NewDataSet"> 
      <xs:element name="NewDataSet" msdata:IsDataSet="true" msdata:UseCurrentLocale="true"> 
         <xs:complexType> 
            <xs:choice minOccurs="0" maxOccurs="unbounded"> 
               <xs:element name="Table"> 
                  <xs:complexType> 
                     <xs:sequence> 
                     <xs:element name="Ivk_data" type="xs:dateTime" minOccurs="0"/> 
                     <xs:element name="Vieta" type="xs:string" minOccurs="0"/> 
                     <xs:element name="Pozicija" type="xs:string" minOccurs="0"/> 
                     </xs:sequence> 
                  </xs:complexType> 
               </xs:element> 
            </xs:choice> 
         </xs:complexType> 
      </xs:element> 
   </xs:schema> 
   <diffgr:diffgram> 
      <NewDataSet> 
         <Table diffgr:id="Table1" msdata:rowOrder="0"> 
            <Ivk_data>2010-11-17T00:00:00+02:00</Ivk_data> 
            <Vieta>Kaunas</Vieta> 
            <Pozicija>Kaltininkas</Pozicija> 
         </Table> 
         <Table diffgr:id="Table2" msdata:rowOrder="1"> 
            <Ivk_data>2010-11-17T00:00:00+02:00</Ivk_data> 
            <Vieta>Kaunas</Vieta> 
            <Pozicija>Nukentejes</Pozicija> 
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         </Table> 
      </NewDataSet> 
   </diffgr:diffgram> 
</DataSet> 
  
Prieš atliekant interneto paslaugos „Auto įvykiai― vertinimą būtina nustatyti  interneto 
paslaugos panaudojamumo koeficientus  Ki  ir pagrindinius paslaugų vertinimo koeficientus 
Ks ir Kp. Panaudojamumo koeficientai parenkami taip, kad visų euristikų svoriai būtų 
vienodi ir paslaugos panaudojamumas būtų  vertinamas visais panaudojamumo aspektais 
nesuteikiant nei vienai euristikai didesnio svorio. Interneto paslaugos panaudojamumo 
koeficientai pateikiami 16 lentelėje. 
16 lentelė Panaudojamumo koeficientai 
Koeficientas Reikšmė 
E1 0.1 
E2 0.1 
E3 0.1 
E4 0.1 
E5 0.1 
E6 0.1 
E7 0.1 
E8 0.1 
E9 0.1 
E10 0.1 
   
Pagrindinių koeficientų nustatymas būtinas norint gauti bendrą interneto paslaugos 
įvertinimą, kurį sudaro interneto paslaugos panaudojamumo ir monitoringo įvertinimai su 
atitinkamais svoriais. Eksperimente pagrindiniai koeficientai Ks ir Kp nustatomi įvertinus 
taip, kad paslaugos pasiekiamumas būtų ~2 kartus svarbesnis, nei paslaugos 
panaudojamumas. Pagrindinai koeficientai pateikiami 17 lentelėje. 
17 lentelė Pagrindiniai koeficientai 
Koeficientas Reikšmė 
Ks 0.7 
Kp 0.3 
 
8.2 Eksperimento rezultatai 
Interneto paslaugos vertinimo procese dalyvavę 5 ekspertai 14 lentelė pildė interneto 
paslaugos „Auto įvykiai― panaudojamumo anketą. Kiekvieno eksperto paslaugos 
panaudojamumo įvertinimai pateikiami 18 lentelėje. 
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18 lentelė Ekspertų panaudojamumo įvertinimai 
Klausimas Įvertinimas 
Interneto paslaugą „Auto įvykiai“ vertino: E_JJ 
1. Ar sistema visada informuoja kas vyksta sistemoje? 5 
2. Ar sistema informuoja apie esamą būseną per protingą laiko tarpą (t.y ~5 
sek.)? 
5 
3. Ar sistemoje naudojami terminai atitinka dalykinę sritį? 5 
4. Ar atvaizduojama informacija atitinką realaus pasaulio vaizdą? 5 
5. Ar pateikta informacija yra logiška? 5 
6. Ar yra sistemoje yra funkcija „avarinis išėjimas― iš visų sistemoje esančių 
būsenų? 
0 
7. Ar yra funkcijos UNDO ir REDO arba joms alternatyvios funkcijos? 0 
8. Ar sistemoje laikomasi terminų nuoseklumo? 5 
9. Ar sistemos klaidų pranešimai netrukdo dirbti? 0 
10. Ar reikalinga informacija yra matoma visuose dialogo languose? 5 
11. Ar vartotojo instrukcija yra lengvai pasiekiama? 0 
12. Ar sistema tinkama tiek patyrusiam tiek pradedančiajam vartotojui? 4 
13. Ar sistemoje yra standartinės funkcijos, kurios naudojamos daugelyje 
dialogo langų? 
5 
14. Ar dialogo languose yra tik ta informacija, kurios vartotojui reikia? 5 
15. Ar klaidos pateikiamos natūralia ir suprantama kalba? 4 
16. Ar daţnai matomos klaidos kuriose yra klaidų kodai? 2 
17. Ar pateikiamos klaidų prieţastys? 0 
18. Ar pateikiamos klaidos sprendimas? 1 
19. Ar sistemoje pateikiama dokumentacija? 0 
20. Ar sistemos dokumentacija pateikiama kaip tiesioginė pagalba? 0 
21. Ar sistemoje yra klaidų paieška? 0 
22. Ar sistemos paieška yra struktūrizuota? 2 
23. Ar sistemos patarimai yra trumpi ir aiškūs? 1 
Interneto paslaugą „Auto įvykiai“ vertino: E_TZ 
1. Ar sistema visada informuoja kas vyksta sistemoje? 4 
2. Ar sistema informuoja apie esamą būseną per protingą laiko tarpą (t.y ~5 
sek.)? 
4 
3. Ar sistemoje naudojami terminai atitinka dalykinę sritį? 5 
4. Ar atvaizduojama informacija atitinką realaus pasaulio vaizdą? 4 
5. Ar pateikta informacija yra logiška? 3 
6. Ar yra sistemoje yra funkcija „avarinis išėjimas― iš visų sistemoje esančių 
būsenų? 
5 
7. Ar yra funkcijos UNDO ir REDO arba joms alternatyvios funkcijos? 2 
8. Ar sistemoje laikomasi terminų nuoseklumo? 5 
9. Ar sistemos klaidų pranešimai netrukdo dirbti? 5 
10. Ar reikalinga informacija yra matoma visuose dialogo languose? 4 
11. Ar vartotojo instrukcija yra lengvai pasiekiama? 0 
12. Ar sistema tinkama tiek patyrusiam tiek pradedančiajam vartotojui? 4 
13. Ar sistemoje yra standartinės funkcijos, kurios naudojamos daugelyje 
dialogo langų? 
3 
76 
 
14. Ar dialogo languose yra tik ta informacija, kurios vartotojui reikia? 5 
15. Ar klaidos pateikiamos natūralia ir suprantama kalba? 4 
16. Ar daţnai matomos klaidos kuriose yra klaidų kodai? 0 
17. Ar pateikiamos klaidų prieţastys? 0 
18. Ar pateikiamos klaidos sprendimas? 0 
19. Ar sistemoje pateikiama dokumentacija? 1 
20. Ar sistemos dokumentacija pateikiama kaip tiesioginė pagalba? 0 
21. Ar sistemoje yra klaidų paieška? 0 
22. Ar sistemos paieška yra struktūrizuota? 0 
23. Ar sistemos patarimai yra trumpi ir aiškūs? 0 
Interneto paslaugą „Auto įvykiai“ vertino: E_RZ 
1. Ar sistema visada informuoja kas vyksta sistemoje? 5 
2. Ar sistema informuoja apie esamą būseną per protingą laiko tarpą (t.y ~5 
sek.)? 
4 
3. Ar sistemoje naudojami terminai atitinka dalykinę sritį? 5 
4. Ar atvaizduojama informacija atitinką realaus pasaulio vaizdą? 5 
5. Ar pateikta informacija yra logiška? 4 
6. Ar yra sistemoje yra funkcija „avarinis išėjimas― iš visų sistemoje esančių 
būsenų? 
5 
7. Ar yra funkcijos UNDO ir REDO arba joms alternatyvios funkcijos? 2 
8. Ar sistemoje laikomasi terminų nuoseklumo? 4 
9. Ar sistemos klaidų pranešimai netrukdo dirbti? 2 
10. Ar reikalinga informacija yra matoma visuose dialogo languose? 4 
11. Ar vartotojo instrukcija yra lengvai pasiekiama? 4 
12. Ar sistema tinkama tiek patyrusiam tiek pradedančiajam vartotojui? 4 
13. Ar sistemoje yra standartinės funkcijos, kurios naudojamos daugelyje 
dialogo langų? 
5 
14. Ar dialogo languose yra tik ta informacija, kurios vartotojui reikia? 4 
15. Ar klaidos pateikiamos natūralia ir suprantama kalba? 5 
16. Ar daţnai matomos klaidos kuriose yra klaidų kodai? 2 
17. Ar pateikiamos klaidų prieţastys? 3 
18. Ar pateikiamos klaidos sprendimas? 2 
19. Ar sistemoje pateikiama dokumentacija? 5 
20. Ar sistemos dokumentacija pateikiama kaip tiesioginė pagalba? 1 
21. Ar sistemoje yra klaidų paieška? 0 
22. Ar sistemos paieška yra struktūrizuota? 1 
23. Ar sistemos patarimai yra trumpi ir aiškūs? 5 
Interneto paslaugą „Auto įvykiai“ vertino: E_AL 
1. Ar sistema visada informuoja kas vyksta sistemoje? 4 
2. Ar sistema informuoja apie esamą būseną per protingą laiko tarpą (t.y ~5 
sek.)? 
4 
3. Ar sistemoje naudojami terminai atitinka dalykinę sritį? 5 
4. Ar atvaizduojama informacija atitinką realaus pasaulio vaizdą? 5 
5. Ar pateikta informacija yra logiška? 3 
6. Ar yra sistemoje yra funkcija „avarinis išėjimas― iš visų sistemoje esančių 
būsenų? 
3 
7. Ar yra funkcijos UNDO ir REDO arba joms alternatyvios funkcijos? 4 
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8. Ar sistemoje laikomasi terminų nuoseklumo? 5 
9. Ar sistemos klaidų pranešimai netrukdo dirbti? 5 
10. Ar reikalinga informacija yra matoma visuose dialogo languose? 3 
11. Ar vartotojo instrukcija yra lengvai pasiekiama? 1 
12. Ar sistema tinkama tiek patyrusiam tiek pradedančiajam vartotojui? 4 
13. Ar sistemoje yra standartinės funkcijos, kurios naudojamos daugelyje 
dialogo langų? 
5 
14. Ar dialogo languose yra tik ta informacija, kurios vartotojui reikia? 4 
15. Ar klaidos pateikiamos natūralia ir suprantama kalba? 5 
16. Ar daţnai matomos klaidos kuriose yra klaidų kodai? 0 
17. Ar pateikiamos klaidų prieţastys? 2 
18. Ar pateikiamos klaidos sprendimas? 0 
19. Ar sistemoje pateikiama dokumentacija? 0 
20. Ar sistemos dokumentacija pateikiama kaip tiesioginė pagalba? 0 
21. Ar sistemoje yra klaidų paieška? 0 
22. Ar sistemos paieška yra struktūrizuota? 0 
23. Ar sistemos patarimai yra trumpi ir aiškūs? 0 
Interneto paslaugą „Auto įvykiai“ vertino: E_AG 
1. Ar sistema visada informuoja kas vyksta sistemoje? 3 
2. Ar sistema informuoja apie esamą būseną per protingą laiko tarpą (t.y ~5 
sek.)? 
3 
3. Ar sistemoje naudojami terminai atitinka dalykinę sritį? 4 
4. Ar atvaizduojama informacija atitinką realaus pasaulio vaizdą? 4 
5. Ar pateikta informacija yra logiška? 3 
6. Ar yra sistemoje yra funkcija „avarinis išėjimas― iš visų sistemoje esančių 
būsenų? 
4 
7. Ar yra funkcijos UNDO ir REDO arba joms alternatyvios funkcijos? 3 
8. Ar sistemoje laikomasi terminų nuoseklumo? 4 
9. Ar sistemos klaidų pranešimai netrukdo dirbti? 5 
10. Ar reikalinga informacija yra matoma visuose dialogo languose? 4 
11. Ar vartotojo instrukcija yra lengvai pasiekiama? 0 
12. Ar sistema tinkama tiek patyrusiam tiek pradedančiajam vartotojui? 4 
13. Ar sistemoje yra standartinės funkcijos, kurios naudojamos daugelyje 
dialogo langų? 
4 
14. Ar dialogo languose yra tik ta informacija, kurios vartotojui reikia? 4 
15. Ar klaidos pateikiamos natūralia ir suprantama kalba? 4 
16. Ar daţnai matomos klaidos kuriose yra klaidų kodai? 0 
17. Ar pateikiamos klaidų prieţastys? 0 
18. Ar pateikiamos klaidos sprendimas? 0 
19. Ar sistemoje pateikiama dokumentacija? 0 
20. Ar sistemos dokumentacija pateikiama kaip tiesioginė pagalba? 0 
21. Ar sistemoje yra klaidų paieška? 0 
22. Ar sistemos paieška yra struktūrizuota? 0 
23. Ar sistemos patarimai yra trumpi ir aiškūs? 0 
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Pateikiama interneto paslaugų audito ataskaita 19 lentelė, sudaryta remiantis 
duomenimis gautais iš vertintojų ir sistemos monitoringo, taip pat pateikiami vartotojų 
komentarai, komentarų tekstas neredaguotas. 
19 lentelė Interneto paslaugos „Auto įvykiai“ audito ataskaita 
Auto įvykiai 
paslaugos ataskaita 
Ši ataskaita yra sugeneruota automatiškai naudojantis internetinės paslaugos vartotojų 
atsiliepimų ir registruotų paslaugos stebėsenos duomenų. 
Diagrama: Aprašymas: 
 
Paslaugos Auto įvykiai 
panaudojamumo įvertinimų 
vidurkiai [1-10] euristikoms.  
 
Į paslaugą Auto įvykiai 
buvo kreiptasi 32 kartą(-us), 
paslauga pasiekiama buvo 26, o 6 
kartą(-us) nepasiekiama. 
 
 
- Paslauga pasiekiama 81% 
- Paslauga nepasiekiama 19% 
 
Paslaugai Auto įvykiai 
atlikus auditą panaudojamumo 
įvertinimas yra 3.27 , paslaugos 
pasiekiamumo įvertinimas yra 4.06 
galutinis paslaugos įvertinimas yra 
3.82 maksimalus paslaugos 
įvertinimas yra 5 balai. 
79 
 
 
Paslauga Auto įvykiai 
daugiausiai naudota 2011-05-12 šią 
diena paslauga naudojosi 22 kartą(-
us).  
 
Maţiausiai 2011-05-11 šią diena 
paslauga naudotasi 3 kartą(-us). 
Išvados*: Vartotojai Jūsų paslaugą vertina patenkinamai,o sistemos pasiekiamumas 
vidutiniškas. 
*Tai sistemos sugeneruota išvada, todėl auditorius atsiţvelgdamas į daugiau parametrų gali priimti savo 
išvadas!  
 
Interneto paslaugos "Auto įvykiai" vartotojų atsiliepimai  
Jon, 
2011-05-13 
00:25:13 
Web servise truksta vartotojo dokumentacijos. Kalendoriuje nesimato 
kuriomis dienomis buvo kokie įvykiai ir kuriomis nebuvo. Seną datą yra 
sunku pasiekti. Data pasirenkama todėl negalima įvesti neteisingo datos 
formato. Pateikiama konkreti informacija apie auto įvykį (laikas, vieta). 
Paieška pakankamai lengva naudotis. 
 
AudrLiu, 
2011-05-13 
01:39:05 
Paprasta paslauga, pateikiama reikiama informacija apie auto įvykius. 
Reikėtu padaryti vartotojo vadovą arba pagalbą.  
 
Augis, 
2011-05-13 
12:45:11 
Web service'ui auto įvykiai truksta pagalbos ir dokumentacijos. 
 
 
Audito ataskaitos spausdinimas   
 
Interneto paslaugų audito prototipo nefunkcinius reikalavimus vertino ekspertai, jų 
sąrašas pateikiamas 14 lentelėje. Kiekvieno eksperto nefunkcinių reikalavimų įvertinimai 
pateikiami 20 lentelėje ir 61 pav. Nefunkcinių reikalavimų galimų įvertinimų intervalas [0;5]. 
20 lentelė Interneto paslaugų audito nefunkcinių reikalavimų vertinimai 
Nefunkcinio reikalavimo pavadinimas E_RZ E_JJ E_AL E_TZ E_AG Vidurkis 
Valdymo lengvumas 5 5 5 5 5 5 
Vartotojo sąsaja vieningo stiliaus 4 5 4 5 5 4.6 
Pagalba 5 4 4 4 5 4.4 
Visuose languose yra atsijungimo galimybė 5 5 5 5 5 5 
Sistemos statuso matomumas 5 5 5 5 4 4.8 
Sistemoje uţklausos įvykdomos per ~2sek 5 5 5 5 5 5 
Iš viso vidurkiai 4.83 4.83 4.66 4.83 4.83 4.8 
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61 pav. Interneto paslaugų audito nefunkcinių reikalavimų įvertinimų diagrama 
 
8.3 Sistemos veikimo ir savybių analizė, kokybės kriterijų įvertinimas 
Interneto paslaugos audito ataskaitoje (19 lentelė) matome, kad interneto paslaugos 
„Auto įvykiai― panaudojamumo įvertinimas 3,27 iš 5 galimų. Vartotojai prasčiausiai įvertino 
šios paslaugos 9 ir 10 euristikas t.y. „Klaidų atpaţinimas, prieţasčių nustatymas ir 
atkūrimas―, bei „Pagalba ir dokumentacija―. Būtent šias sritis interneto paslaugos tiekėjai 
tūrėtų tobulinti pirmiausiai.  
Interneto paslaugos pasiekiamumas yra 81% visų bandymų naudotis, todėl interneto 
tiekėjui reikėtų analizuoti paslaugos nepasiekiamumo problemas ir jas šalinti. 
Bendras paslaugos įvertinimas 3,82/5 tai reiškia, kad interneto paslaugos įvertinimas 
yra vidutiniškas. 
Interneto paslaugos audito prototipo nefunkcinių reikalavimų įvertinimai pateikti 20 
lentelėje. Bendras nefunkcinių reikalavimų įvertinimas yra 4,8 kai maksimalus įvertinimas 
yra 5 balai. Toks prototipo nefunkcinių reikalavimų įvertinimas parodo, kad eksperimente 
dalyvavusių studentų nuomone interneto paslaugų audito prototipo projekte apibrėţti 
nefunkciniai reikalavimai realizacijoje yra  išpildyti 96%.   
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8.4 Sistemos taikymo rekomendacijos 
Interneto paslaugų audito prototipą galima taikyti visų interneto paslaugų auditui 
pradedant elementariomis ir baigiant sudėtingomis interneto paslaugomis. Panaudojamumo 
anketą sudarius iš visų 23 klausimų pilnai įvertinamas sistemos panaudojamumas, o pridėjus 
monitoringo duomenis, įvertinama interneto paslauga atsiţvelgiant į naudojimosi 
charakteristikas ir vartotojo sąsajos patogumą, efektyvumą, išbaigtumą. Sistemoje 
uţregistravus ir įvertinus daugiau interneto paslaugų, vartotojams būtų suteikiama galimybė 
rinktis geriau įvertintas paslaugas.  
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9 Išvados 
 
1. Išanalizavus esamus IS audito metodus (COBIT, ITIL, CMMI ir OSIMM) nustatyta, 
kad norint išsamiai įvertinti IS kokybę juos būtų galima sujungti į vientisą metodiką, 
tačiau ji nebūtų tinkama programinių paslaugų auditui.  
2. Paslaugų audito modelių palyginimas su IS audito modeliais parodė, kad:  
- paslaugoms aktualu atlikti nuolatinį auditą, kurio metu dalis charakteristikų 
būtų vertinama automatiškai, o dalį galėtų vertinti paslaugų vartotojai ir 
nepriklausomi auditoriai;  
- paslaugų audito rezultatai turi būti skelbiami viešai ir padėti vartotojams 
pasirinkti kokybiškesnes paslaugas;  
- paslaugų audite turėtų dalyvauti ir jų vartotojai, kadangi tik jie gali įvertinti 
paslaugų tinkamumą.  
3. Remiantis analizės rezultatais, sudarytas nuolatinio interneto paslaugų audito sistemos 
projektas, pagal kurį audito funkcija įgyvendinama kaip paslauga, galinti stebėti 
audituojamų paslaugų veikimą ir vertinti veikimo bei vartotojų atsiliepimų rezultatus.  
4. Realizuotas suprojektuotos audito sistemos prototipas ir atliktas eksperimentas 
parodė, kad pagal sudarytą metodiką galima realizuoti paslaugų auditą ir pateikti 
vartotojams aktualius paslaugų įvertinimus.  
5. Sukurtą metodiką galima taikyti paslaugų sistemoms. Esant daug paslaugų, vartotojai 
galėtų palyginti jų įvertinimus ir pasirinkti jiems tinkamiausias paslaugas.  
6. Darbo tematika parašytas straipsnis „Organizacijos informacinių sistemų ir interneto 
paslaugų auditas― ir padarytas jo pranešimas 16-toje tarpuniversitetinėje magistrantų 
ir doktorantų konferencijoje „Informacinės technologijos 2011―. 
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11 Priedai 
11.1 Priedas straipsnis pristatytas 16-toje tarpuniversitetinėje magistrantų ir 
doktorantų konferencijoje „Informacinės technologijos 2011“. 
ORGANIZACIJOS INFORMACINIŲ SISTEMŲ IR INTERNETO 
PASLAUGŲ AUDITAS 
Tomas Ţylė 
Kauno technologijos universitetas, Informacijos sistemų katedra , Studentų g 50, Kaunas, 
Lietuva, tomaszyle@gmail.com 
Santrauka. Straipsnyje analizuojamos informacinių sistemų (IS) audito metodikos siekiant jas pritaikyti 
interneto paslaugoms. IS audito metodikos svarbios paslaugų teikėjams. Interneto paslaugų vartotojams 
(ir teikėjams) aktualus paslaugų auditas turi atspindėti faktines paslaugų kokybės charakteristikas, kurios 
turi būti stebimos ir vertinamos automatiškai realiu laiku. Pateikiama sudaryta interneto paslaugų 
vertinimo metodika ir interneto paslaugų vertinimo pavyzdys. 
Raktiniai ţodţiai: interneto paslauga, interneto paslaugų auditas, paslaugų stebėsena, paslaugų 
panaudojamumas. 
I. Įvadas 
Interneto paslaugų kokybės uţtikrinimui ir gerinimui reikalinga organizacijos 
informacinių sistemų programinės įrangos paslaugų audito metodika, kuri suteiktų galimybę 
atlikti interneto paslaugų auditą ir objektyviai nustatyti esamą paslaugos lygį. Tuomet 
paslaugų tiekėjai ţinotų, kuria kryptimi organizacija turi dirbti, norėdama pagerinti paslaugos 
kokybę, o interneto paslaugų vartotojams būtų suteiktos garantijos, kurios informuotų 
paslaugų vartotojus apie jų kokybę ir pagrindinius veikimo parametrus. 
Paslaugos vertinimo procesas turėtų sujungti paslaugų klientų ir tiekėjų pastangas 
objektyviai vertinti interneto paslaugų kokybę. Paslaugų tiekėjai turėtų pasirūpinti reikiama 
programine įranga, kurį nuolatos stebėtų paslaugos veikimą ir registruotų paslaugos veikimo 
parametrus. Klientai vertintų paslaugų sąsajos kokybę, patogumą ir paprastumą. Paslaugos 
įvertinimas turėtų būti pats naujausias t.y. atitinkantis esamas paslaugos kokybės 
charakteristikas 
Straipsnio struktūra: antroje dalyje analizuojami informacinių sistemų audito metodai 
ir jų tinkamumas programinių paslaugų auditui; trečioje pateikiamas paslaugų kokybės 
modelis, ketvirtoje – paslaugų vertinimo pavyzdys. Pabaigoje pateikiamos išvados.  
II. Informacinių sistemų kokybės vertinimo metodai 
Informacinių sistemų vertinimas atliekamas renkant įrodymus ir juos vertinant. Tai 
procesas, kuris leidţia nuspręsti, kaip turimos informacinės sistemos uţtikrina turto saugumą, 
duomenų vientisumą, kaip efektyviai naudojami informacinių technologijų ištekliai ir kaip 
efektyviai turimos IS padeda siekti organizacijos iškeltus tikslus. Informacinių sistemų (IS) 
audito proceso esmė pavaizduota 4 pav.COBIT karkasas [11].  
COBIT – informacinių sistemų procesų vertinimo metodas, kuris analizuoja IS procesų 
kokybę  informacinių technologijų išteklių, informacinių sistemų procesų ir informacijos 
kriterijų poţiūriais. Šių COBIT poţiūrių kubas [11] pateiktas 6 pav.. 
 
62 pav. COBIT karkasas [3] 
 
63 pav. COBIT poţiūrių kubas [3] 
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Information Technology Infrastructure Library (ITIL) – informacinių sistemų kokybės 
uţtikrinimo metodika. Šios metodikos idėją Marquis [4] apibūdina klausimu „ką―, o ne 
„kaip―. Taigi, ITIL metodika pateikia gaires, ką reikia daryti norint pagerinti informacinių 
sistemų kokybę, bet nenustato, kaip tai padaryti.  
Capability Maturity Model Integration (CMMI) – brandos lygio nustatymo metodas, 
kuris organizacijos procesus įvertina penkiais lygiais: 1 – pradinis, 2 – valdomas, 3 – 
apibrėţtas, 4 – kokybiškai valdomas, 5 – optimizuojamas. Taikant šiuos metodus 
informacinės sistemos vertinamos periodiškai, periodą nustato išorinis auditas ar pati 
organizacija. Vertinimo procesas vykdomas informacinės sistemos vartotojams pateikiant 
pagal pasirinktą metodiką sudarytas anketas, analizuojant organizacijos išteklius ir procesus. 
ISO-9126 standartas [19], [20] apibrėţia programinės įrangos kokybės modelį, kurį 
sudaro trys dalys vidinei, išorinei ir naudojimo kokybei uţtikrinti. Vidinė ir išorinė paslaugų 
kokybė turi būti patikrinta prieš pateikiant paslaugas vartotojui, naudojimo kokybė turėtų būti 
vertinama naudojimo metu, kadangi vartotojui turi būti pateikiama faktinė informacija apie 
paslaugų naudojimo kokybės charakteristikas.  
III. Paslaugų kokybės modelis 
Interneto paslaugos (angl. web service) – tai programinė įranga, kuri remiasi modeliu 
„paslauga― (angl. service) ir „klientas― (angl. client). Paslaugos klientas su interneto paslauga 
bendrauja per Simple Object Access Protocol (SOAP) pranešimus. SOAP – pranešimų 
protokolas ir kalba, kuria aprašoma, kaip paslauga apdoroja pranešimus, ir mechanizmas, 
kuris leidţia susieti pranešimus su kitais interneto duomenų perdavimo protokolais. SOAP 
pranešimai yra paremti Extensible Markup Language (XML) kalba. Interneto paslaugos 
aprašomos Web Service Definition Language (WSDL) dokumentu, kuris apibrėţia 
pagrindinius elementus: pranešimų tipus. kuriuos gali apdoroti paslauga, paslaugos operacijų 
rinkinius, portus ir jų tipus. 
Interneto paslaugų lygio susitarimas Web Service Level Agreement (WSLA) yra 
specifikacija, kurioje aprašomi susitarimai tarp paslaugos tiekėjo ir paslaugos kliento [15]. 
Šiame dokumente pateikiamos įvairios garantijos, pavyzdţiui, paslaugos pasiekiamumas, 
reakcijos laikas ir pralaidumas. WSLA sudaro trys skyriai: šalių aprašymo, paslaugos 
aprašymo ir paslaugos garantijų, apibrėţiamos pasirašančios šalys  paslaugos klientas ir 
paslaugos tiekėjas bei remiančios šalys, kurios teikia matavimo ir įvertinimo paslaugas. 
Paslaugų matavimo metrikos yra paslaugų savybių verčių apibrėţimai, kurie matuojami 
paslaugos tiekėjo sistemoje arba skaičiuojami pagal kitas metrikas ar konstantas. Metrikos 
nusako, ką paslaugų lygio parametrai SLAParameters reiškia, kaip jie matuojami 
(MeasurementDirective) arba kaip skaičiuojamos parametrų reikšmės (Function).  
Norint įgyvendinti paslaugų monitoringą, WSLA metamodelį reikia papildyti 
parametrų reikšmių (Value) klase, kuri gali būti siejama su parametro vertintoju (Valuator). 
Šiame darbe, kuriant paslaugų kokybės vertinimo prototipą, buvo vertinamai paslaugos 
panaudojamumo (Usability) ir pasiekiamumo (Accessibility) parametrai, kuriuos 
vaizduojančios klasės taip pat įtrauktos į WSLA metamodelį. Panaudojamumas vertinamas 
taikant euristikas (Heuristics). Paslaugų kokybės parametrai detaliau aprašyti 4 skyriuje, o 
išplėstas WSLA metamodelis pateikiamas 12 pav.  
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64 pav. Išplėstas WSLA metamodelis [6] 
IV. Kokybės vertinimo sistemos prototipas 
Naudojimo kokybės charakteristikos fiksuojamos taikant WSLA atitinkančią duomenų 
schemą, kur konkrečios paslaugų charakteristikos saugomos kaip SLA parametrai, vertinami 
taikant tam tikras metrikas. Naudojimo kokybės charakteristikos turi būti vertinamos 
dinamiškai, dalį jų matuojant, dalį pateikiant įvertinti vartotojams. 
Šiame darbe buvo sukurta automatinio paslaugos charakteristikų sekimo ir vartotojų 
vertinimų apibendrinimo paslauga, kuri stebėjo vertinamos paslaugos (eksperimentui buvo 
naudojama auto įvykių registravimo paslauga) prieinamumą. Vartotojai, besinaudojantys 
paslauga, kartu tiesiogiai (angl. online) gali pateikti savo vertinimus pildydami anketą, kuri 
buvo sudaryta remiantis Nielsen [17], [16] euristikomis. Vartotojų vertinimų statistika nuolat 
atnaujinama. Panaudojamumo euristikos: 
11. Euristika. Matomas sistemos statusas (angl. Visibility of system status) 
 Ar sistema visada informuoja, kas joje vyksta? 
 Ar sistema informuoja apie esamą būseną per racionalų laiko tarpą (t.y ~5 
sek.)? 
12. Euristika. Sistemos ir realios situacijos atitikimas (angl.  Match between system 
and the real world) 
 Ar sistemoje naudojami terminai atitinka dalykinę sritį? 
 Ar vaizduojama informacija atitinka realaus pasaulio vaizdą? 
 Ar pateikta informacija yra logiška? 
13. Euristika. Vartotojo valdymas ir laisvumas (angl. User control and freedom) 
 Ar yra sistemoje yra funkcija „avarinis išėjimas― iš visų sistemoje esnačių 
būsenų? 
 Ar yra funkcijos UNDO ir REDO arba jų alternatyvos? 
14. Euristika. Nuoseklumas ir standartai (angl. Consistency and standards) 
 Ar sistemoje laikomasi terminų nuoseklumo? 
15. Euristika. Klaidų prevencija (angl. Error prevention) 
 Ar sistemos klaidų pranešimai netrukdo dirbti? 
16. Euristika. Geriau atpaţinti nei prisiminti (angl. Recognition rather than recall) 
 Ar reikalinga informacija yra matoma visuose dialogo languose (t.y. ar 
nereikia vartotojui prisiminti anksčiau rodytų ir reikalingų duomenų.)? 
 Ar vartotojo instrukcija yra lengvai pasiekiama? 
17. Euristika. Naudojimo lankstumas ir efektyvumas (angl. Flexibility and efficiency 
of use)  
 Ar sistema tinkama tiek patyrusiam, tiek pradedančiąjam vartotojui? 
 Ar sistemoje yra standartinės funkcijos, kurios naudojamos daugelyje dialogo 
langų? 
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18. Euristika. Estetinis ir minimalistinis dizainas (angl. Aesthetic and minimalist 
design) 
 Ar dialogo languose yra tik ta informacija, kurios vartotojui reikia? 
19. Euristika. Klaidų atpaţinimas, prieţasčių nustatymas ir atkūrimas (angl. Help 
users recognize, diagnose, and recover from errors) 
 Ar klaidos pateikiamos natūralia ir suprantama kalba? 
 Ar daţnai matomos klaidos, kuriose yra klaidų kodai? 
 Ar pateikiamos klaidų prieţastys? 
 Ar pateikiami klaidų sprendimai? 
20. Euristika. Pagalba ir dokumentacija (angl. Help and documentation) 
 Ar sistemoje pateikiama dokumentacija? 
 Ar sistemos dokumentacija pateikiama kaip tiesioginė pagalba? 
 Ar sistemoje yra klaidų paieška? 
 Ar sistemos paieška yra struktūrizuota? 
 Ar sistemos patarimai yra trumpi ir aiškūs? 
Vartotojui pateikiama anketa, kurioje kiekvienam klausimui pateikiami atsakymų 
pasirinkimo variantai. Atsakymų intervalas [0;5]: 0 – niekada, 1 – labai retai, 2 – retai, 3 – 
daţnai, 4 - labai daţnai, 5 – visada. 
Vartotojams uţpildţius anketas, skaičiuojamas kiekvienos euristikos įvertinimų 
vidurkis Ei, o bendras paslaugos panaudojamumo įvertinimas Ip taikant (1) formulę, kurioje Ki 
– euristikos grupės svarbumo koeficientas, kurį nustato paslaugos tiekėjas ir auditorius. 
       
 
                                  
 
     (1)  
Paslaugų vertinimui taikomas interneto paslaugų stebėsenos modelis. [13] šaltinyje 
nustatyta, kad esminė paslaugos savybė yra pasiekiamumas. Todėl programa registruoja 
paslaugos pasiekiamumo parametrus ir skaičiuoja Is – paslaugos stebėjimo įvertinimą. Bs – 
sėkmingas bandymas, Bn – nesėkmingas bandymas, Bv – visas bandymų skaičius, kuris 
gaunamas atlikus skaičiavimus pagal (3) formulę, ši formulė sudaryta remiantis [4] šaltiniu. 
    
  
  
, čia           ; Bv >0. (2)  
         , čia             . (3)  
Bendras interneto paslaugos įvertinimas Lp yra panaudojamumo įvertinimo Ip ir 
interneto paslaugos pasiekiamumo įvertinimo Is suma su pasirinktais koeficientais Kp ir Ks (4).  
Šių koeficientų suma lygi vienetui, o jų dydis pasirenkamas atsiţvelgiant į paslaugos tipą. Jei 
paslauga kritinė, tai pasiekiamumas yra labai svarbus, todėl tokios paslaugos lygio nustatymui 
Kp > Ks . (Is *5) yra interneto paslaugos pasiekiamumo įvertinimų skalės sulyginimas su 
panaudojamumo įvertinimų intervalu. 
                                                       (4)  
Toliau pateikiamas interneto paslaugų vertinimo pavyzdys. 1 lentelėje ir 17 pav.  
pavaizduoti panaudojamumo įvertinimai, o 16 pav. bendras paslaugos įvertinimo vaizdas. 
Lentelė Nr.1 Panaudojamumo įvertinimų pavyzdys 
Euristika 1 2 3 4 5 6 7 8 9 10 
Euristikų vertinimų vidurkiai Ei 4,5 3 4 1 3,6 3,1 2,6 2,9 4,5 4,5 
Svarb. koef. Ki 0.05 0,1 0,1 0,2 0,1 0,1 0,1 0,05 0,1 0,1 
Ei*Ki 0,22
5 
0,3 0,8 0,2 0,36 0,31 
0,2
6 
0,14
5 
0,4
5 
0,4
5 
Bendras panaudojamumo įvert. 3,1 
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Tarkime, kad turime Is = 
 
  
, tai reiškia, kad paslaugos pasiekiamumas yra 80%. 
Pasirenkame koeficientus Kp = 0,7 ir Ks = 0,3. Šios reikšmės pasirenkamos dėl to, kad 
analizuojamos paslaugos kokybei svarbesnis yra pasiekiamumas, nei panaudojamumas. Tada 
paslaugos įvertinimas bus lygus:                 
 
  
     
  
   
. Taigi paslaugos 
bendras įvertinimas yra 3,73 iš 5 galimų, paslauga pasiekiama 8 kartus iš 10 bandymų, 
vartotojai paslaugą vertina patenkinamai 3,1 balai. Interneto paslaugos panaudojamumo 
grafinis įvertinimas pateiktas 16 pav., o bendras paslaugos įvertinimas pateiktas 17 pav. 
 
65 pav. Panaudojamumo euristikų (1-10) įvertinimai 
 
66 pav. Bendras interneto paslaugos įvertinimas  
V. Išvados 
Išanalizavus esamus IS audito sprendimus nustatyta, kad šiuo metu IS auditui 
taikomos COBIT, ITIL ir CMMI metodikos, kurios yra tarpusavyje susiję ir turėtų būti 
sujungtos į vientisą metodiką, tačiau ji būtų tinkama tik tai programinių paslaugų audito 
daliai, kurią vykdo tiekėjas, organizuodamas savo paslaugų teikimo sistemą. Interneto 
paslaugoms vertinti jų vartotojų poţiūriu aktualu atlikti nuolatinį auditą, kurio metu dalis 
charakteristikų būtų matuojama ir vertinama automatiškai, o dalį tiesiogiai (angl. online) 
galėtų vertinti paslaugų vartotojai ir nepriklausomi auditoriai. Paslaugų audito rezultatai turi 
būti skelbiami viešai ir padėti vartotojams pasirinkti kokybiškesnes paslaugas. Ši metodika 
buvo išbandyta sukuriant interneto paslaugų audito paslaugos prototipą, kuris paslaugos 
pasirinkimo metu pateikia vartotojui įvertinimą, į kurį įeina automatiškai registruojamas 
paslaugų pasiekiamumas ir kiekybiškai įvertintos vartotojų atsiliepimuose nurodytos 
kokybinės charakteristikos.  
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AUDIT FOR ENTERPRISE INFORMATION SYSTEMS AND WEB SERVICES 
The paper analyzes audit methodologies of enterprise information systems (IS) for applying them to 
web services. The IS audit methodologies are important for service providers. The proposed web service audit 
methodology should assess service quality in an automated way and in a real time. Finally, the paper presents an 
example how such web services assessment methodology is applied. 
 
