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Abstract 
 
Data security is now an issue of vital importance to the world today, especially 
information concerning the company confidential or secret state that its presence should 
not be known by others. Since ancient times the security or confidentiality of information 
is the key to success for the authorities or the king in winning the war, so that information 
about the war should not be known or leaked to the enemy. In the world of informatics 
data security has become an object that has been developed over the years. Even 
emerging data security techniques such as steganography and kriftografi. At this time 
many emerging methods or data security techniques are quite diverse as disguises the 
data in a particular image or icon, encryption, passwords, or even the installation of 
hidden data is that it can not be known by others in this study, the authors tried to make 
the data contained in a folder can not be known by others with a shape like recyle bin. 
This is called the security system security through the system registry window, where the 
registry is the heart rather than the system window. By doing registry to a folder, then the 
folder will be registered into a recycle bin, and the folder will change the function into a 
recyle bin. With this kind of expected menggunakanmetode data contained in a folder can 
be maintained in the data security, thus the continuity of data will be maintained and 
safe. 
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Abstrak 
 
Keamanan data sekarang ini merupakan masalah yang vital bagi dunia informasi saat ini 
terutama yang menyangkut rahasia perusahaan atau rahasia negara sehingga 
keberadaannya tidak boleh diketahui oleh pihak lain. Sejak jaman dahulu keamanan atau 
kerahasiaan informasi menjadi kunci sukses bagi para pemegang kekuasaan atau raja 
dalam memenangkan perang, sehingga informasi tentang perang tidak boleh diketahui 
atau bocor kepada pihak musuh. Di dalam dunia informatika keamanan data telah 
menjadi suatu objek yang telah dikembangkan selama bertahun-tahun. Bahkan 
bermunculan teknik-teknik pengamanan data seperti steganografi. dan kriftografi. Pada 
saat ini banyak bermunculan cara-cara atau teknik pengamanan data yang cukup beragam 
seperti penyamaran data di dalam gambar atau icon tertentu, enkripsi, pemasangan 
password atau bahkan data disembunyikan sehingga tidak dapat diketahui oleh orang lain 
pada penelitian ini, penulis mencoba untuk membuat data yang terdapat dalam suatu 
folder tidak dapat diketahui oleh orang lain dengan bentuk menyerupai recyle bin. System 
pengamanan seperti ini dinamakan pengamanan melalui system registry window,  dimana 
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registry  merupakan jantung daripada system window. Dengan melakukan registry 
terhadap folder, maka folder tersebut akan diregistrasikan menjadi sebuah recycle bin,  
dan folder tersebut akan berubah fungsinya menjadi sebuah recyle bin. Dengan 
menggunakanmetode seperti ini diharapkan data yang terdapat dalam 
suatu folder dapat terjaga keamanan data tersebut, dengan demikian kelangsungan data 
akan terjaga dan aman. 
 
Kata Kunci : recyle bin, system registry window, kriftografi, steganografi 
*
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PENDAHULUAN 
Dalam dunia usaha suatu informasi bisa 
bersifat sangat vital, misalnya mengenai 
posisi keuangan terakhir, atau dokumen-
dokumen tertentu untuk diketahui oleh 
pihak-pihak tertentu pula. Jadi sangatlah 
penting untuk menjaga kerahasiaan 
informasi pada dunia usaha supaya 
informasi yang benar-benar vital tidak 
bocor pada pihak luar, apalagi kepada 
saingan usaha, yang memungkinkan 
terjadinya persaingan usaha secara tidak 
sehat. Oleh karena itu, informasi 
merupakan hal yang penting dan berharga 
yang harus dijaga integritasnya dari 
pihak-pihak yang tidak berkepentingan, 
sehingga diharapkan informasi tersebut 
tidak jatuh ke tangan yang tidak berhak 
dan tidak disalahgunakan oleh pihak yang 
tidak bertanggung jawab. 
Pada dunia usaha, suatu informasi yang 
bersifat penting dan tersimpan didalam 
komputer pastilah memerlukan 
pengamanan tertentu agar informasi 
tersebut dapat terjaga dengan baik. 
Pengamanan-pengamanan yang biasa 
digunakan untuk mengamankan data 
dalam komputer biasanya dengan 
menggunakan password. Kalaupun jika 
tidak file yang terdapat dalam komputer 
bisa disembunyikan, melalui sistem hide 
sehingga apabila folder yang menyimpan 
file tersebut dibuka, maka file yang 
disembunyikan tadi tidak akan terlihat, 
dan akan tampak kembali jika properties 
dari file tersebut dikembalikan ke bentuk 
normal. 
Namun sampai sejauh mana kita dapat 
merasa aman, bahwa informasi tersebut 
terjaga dengan baik, dan tidak ada pihak 
luar yang dapat membuka serta 
memanipulasinya. Bagaimana bila ada 
orang dalam yang sengaja mengambil 
data-data penting perusahaan dan 
menjualnya ke pihak lain. Dalam hal 
inilah perlunya dilakukan pengamanan 
yang lebih spesifik lagi, sehingga hal-hal 
yang terjadi diatas tersebut tidak bisa 
diambil oleh pihak luar, karena data yang 
tersimpan dalam suatu folder dapat 
disamarkan, sehingga apabila apabila ada 
seseorang yang mencoba mengutak-atik 
data yang terdapat dalam folder tersebut 
tidak akan bisa, karena folder yang 
dimaksud tampak seolah-olah seperti 
recycle bin dan apabila dibuka yang akan 
tampak hanyalah isi dari recycle bin itu 
sendiri. Sehingga folder yang 
mengandung data-data penting bisa aman 
dari gangguan orang iseng ataupun 
pencuri data. 
Dalam penelitian ini akan di bahas 
lingkup tentang  pengamanan data 
diperlukan pada komputer berupa data 
laporan (dokumen), lembar kerja 
(worksheet) serta semua data yang 
terdapat pada suatu folder yang akan 
diproteksi digunkan juga suatu model 
atau suatu metoda yang efektif yang dapat 
melindungi data dari orang-orang yang 
tidak berkepentingan sehingga folder 
dalam sebuah file dengan extentionnya 
pada registry windows dapat diproteksi 
dengan metode steganografi 
 
PEMBAHASAN 
 
1. Pengertian Steganografi 
Kata steganografi (steganography) 
berasal dari bahasa Yunani steganos, 
yang artinya 'tersembunyi/terselubung', 
dan graphein, 'menulis' sehingga kurang 
lebih artinya "menulis (tulisan) 
terselubung". Teknik ini meliputi banyak 
sekali metoda komunikasi untuk 
menyembunyikan pesan rahasia. Metoda 
ini termasuk tinta yang tidak tampak, 
microdots, pengaturan kata, tanda tangan 
digital, jalur tersembunyi dan komunikasi 
spektrum lebar.          
Walaupun steganografi dapat dikatakan 
mempunyai hubungan yang erat dengan 
kriptografi, tapi metoda ini sangat 
berbeda dengan kriptografi. Kriptografi 
mengacak pesan sehingga tidak 
dimengerti, sedangkan steganografi 
menyembunyikan pesan sehingga tidak 
terlihat. Pesan dalam cipherteks mungkin 
akan menimbulkan kecurigaan sedangkan 
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pesan yang dibuat dengan steganografi 
tidak akan. Kedua teknik ini dapat 
digabungkan untuk mendapatkan metoda 
pengiriman rahasia yang sulit dilacak. 
Pertama pesan dienkrip, kemudian 
cipherteks disembunyikan dengan cara 
steganografi pada media yang tampak 
tidak mencurigakan. Cara ini sangat 
berguna jika digunakan pada cara 
steganografi komputer karena banyak 
format file digital yang dapat dijadikan 
media untuk menyembunyikan pesan. 
Format yang biasa digunakan 
diantaranya: 
a. Format image: bitmap (bmp), gif, pcx, 
jpeg, dll.  
b. Format audio: wav, voc, mp3, dll.  
c. Format lain: teks file, html, pdf, dll.  
Sebuah pesan asli dapat disembunyikan 
dalam beberapa hal. Metode steganografi 
ini mencoba menyembunyikan pesan ke 
dalam sesuatu yang lain, misalnya 
menyembunyikan sebuah pesan di dalam 
pesan lain sehingga pesan asli tidak 
terlihat secara langsung. Teknik-teknik 
steganografi telah banyak digunakan pada 
masa lalu. di bawah ini kita dapat melihat 
beberapa contoh metode steganografi 
1 Character Marking : Huruf-huruf 
dalam pesan ditulis atau dicetak 
menggunakan pensil. Hasilnya, pesan 
tidak terlihat kecuali jika kertas pesan 
tersebut diletakkan dibawah cahaya 
yang terang.  
2 Invisible Ink : Beberapa substansi 
dapat digunakan untuk menulis pesan 
tetapi tidak meninggalkan jejak di 
kertas sampai panas atau bahan kimia 
tertentu dipakai pada kertas.  
3 Pin punctures : beberapa tusukan pin-
pin kecil pada kertas secara biasa 
tidak akan kelihatan sampai kertas 
diletakkan pada sudut tertentu dengan 
cahaya terang.  
4 Typewriter correction ribbon : 
Penggunaan black ribbon untuk 
pengetikkan juga dapat 
menyembunyikan pesan dan 
kemudian pesan harus dibaca 
dibawah cahaya yang kuat.  
Contoh-contoh lain digunakannya 
steganografi pada jaman dahulu adalah 
sebagai berikut: 
1 Pada saat perang Yunani melawan 
Persia, untuk menghindari agar 
informasi tidak jatuh kepada pihak 
musuh, maka digunakanlah 
penyamaran, yaitu pesan 
disembunyikan di meja yang dilapisi 
lilin, sehingga musuh tidak akan 
menyangka bahwa pesan itu 
tersimpan di dalam meja yang telah 
dilapisi lilin. 
2 Pada masa Histalaeus terdapat cara 
untuk menyamarkan pesan, yaitu 
Pesan ditato di kepala budak yang 
telah digunduli  
3 Dan pada Digital watermarking 
terdapat suatu cara yaitu menandai 
kepemilikan gambar digital dengan 
menyisipkan pesan dalam bit 
terendah (LSB)  
2   Sekilas Tentang Keamanan Folder 
Keamanan data merupakan hal yang 
sangat vital bagi orang-orang yang sehari-
harinya berkutat dalam dunia informasi. 
Kemanan data yang terdapat dalam suatu 
folder merupakan sesuatu yang sangat 
penting bagi orang-orang yang ingin 
menjaga kerahasiaan data-data yang 
terdapat di dalamnya dari pihak 
luar.Namun adakalanya orang-orang yang 
dengan sengaja ataupun tanpa disengaja 
membuka-buka serta mengutak-atik file 
yang terdapat dalam folder tersebut. Hal 
ini tentunya akan sangat mengganggu 
bagi pemilik data tersebut, apalagi jika 
data tersebut mempunyai tingkat 
kerahasiaan yang cukup tinggi. 
Untuk menghindari terjadinya hal-hal 
tersebut, diperlukan pengamanan 
terhadap folder yang mengandung data-
data penting tersebut. Cara yang bisa 
dilakukan untuk mengamankan folder itu 
ada beberapa macam, diantaranya dengan 
cara memberikan password pada folder 
yang bersangkutan ataupun 
menyembunyikan file melalui sistem 
hide. Namun kedua cara di atas sudah 
lumrah, dan sudah banyak yang 
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menggunakannya, sehingga dapat 
dipecahkan dengan cara yang tidak terlalu 
sulit. 
Untuk mengatasi masalah tersebut 
terciptalah ide untuk menyamarkan folder 
menjadi bentuk recyle bin, sehingga icon 
folder akan berubah menjadi recycle bin, 
dan apabila dibuka yang akan mucul 
hanyalah isi dari recycle bin. Hal ini 
berkaitan dengan manipulasi registry dari 
recycle bin yang terdapat pada system 
window. Dan akan lebih mantap lagi jika 
setelah disamarkan diberi password. 
Andaikan bisa terpecahkan, akan sulit 
karena masih terdapat password yang 
melindunginya. 
3.  Sistem Registry Window 
 Registry Windows merupakan topik yang 
cukup luas untuk dibahas. Mulai dari 
memodifikasi tampilan, software-
software yang terinstal, sampai 
modifikasi fungsi utama Windows. 
Semuanya bisa dilakukan dengan cara 
yang tidak biasa pada area ini. Mengapa 
demikian? Karena di area inilah Windows 
Anda berinteraksi dengan perangkat 
komputer dan juga pada area inilah semua 
aplikasi yang diinstal di Windows dimana 
terjadinya interaksi antara mesinnya dan 
penggunanya. Dengan kata lain, area 
registry merupakan area penting dan kritis 
untuk Anda dan kelangsungan operating 
system beserta programnya di PC Anda 
yang berbasiskan Windows.Dalam dunia 
TI banyak sekali faktor yang 
berhubungan dengan keamanan PC dan 
jaringan komputer. Tapi, keamanan yang 
berhubungan dengan registry Windows 
jarang sekali dibahas dan diketahui 
banyak pengguna. Padahal registry  juga 
sangat penting untuk diamankan karena 
registry merupakan kunci bekerjanya 
Windows dan program di dalamnya. 
Jika terjadi apa-apa pada registry ini, 
kekacauan akan terjadi. Untuk itu, 
Windows menyediakan fasilitas 
pengamanannya sehingga Anda dapat 
mengamankan kunci-kunci registry ini 
agar tidak mudah dimodifikasi, baik oleh 
orang maupun oleh program-program 
jahat. Untuk mengamankan registry 
tersebut, ada banyak cara yang bisa Anda 
lakukan. Anda dapat memberikan access-
list pada key-key registry, dapat 
melakukan auditing terhadap key-key 
tersebut, dapat mengatur ownership dari 
key-key registry tersebut, dan banyak 
lagi. Mungkin untuk para pengguna biasa 
hal ini tidaklah terlalu penting untuk 
diketahui. Namun bagi para pekerja dan 
praktisi TI, kemampuan ini adalah 
penemuan yang sangat luar biasa dan 
membantu mereka mengamankan 
komputer miliknya. 
 Namun, ada yang perlu diperhatikan 
dalam menggunakan fasilitas ini. Hanya 
karena Anda bisa melakukannya, bukan 
berarti Anda harus melakukan perubahan- 
perubahan registry tersebut. Melakukan 
pengubahan registry Windows Anda 
untuk kepentingan keamanan adalah 
bukan ide yang baik, kecuali Anda 
memang terpaksa dan harus 
melakukannya untuk alasan tertentu. 
Mengapa demikian? Karena 
kemungkinan Anda untuk membuat 
perubahan yang tidak sesuai dengan kerja 
dari sistem Windows atau program lain 
sangatlah besar. Bahkan kemungkinan 
Windows Anda tidak bisa bekerja lagi 
juga sangat besar.  
 Jika demikian, mengapa Anda perlu 
repot-repot mempelajarinya? Karena pada 
kasus tertentu para TI profesional perlu 
melakukannya. Misalnya mengganti 
default permission dari sebuah key 
registry untuk membuat sebuah software. 
Atau misalnya membuat sebuah program 
hanya dapat berjalan jika Anda 
melakukan login dengan hak 
administrator, dan banyak lagi. Jadi 
penggunaannya bukan hanya sekadar 
menghilangkan rasa ingin tahu Anda saja.  
 
4.  Jati Diri Registry 
Sebelum melakukan beberapa manipulasi 
pada window, alangkah baiknya 
mengenal registry terlebih dahulu. 
Registry merupakan jantung window, 
karena melalui registry-lah  kita dapat 
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mengontrol system, hardware, desktop, 
window explorer Start menu, dan internet 
explorer. Istilah lainnya adalah informasi 
database yang berada pada sistem 
microsoft. Database tersebut menyimpan 
pengaturan pada computer. 
Registry window memiliki nama lain 
yaitu Regedit atau Registry editor. Untuk 
seterusnya penulis akan menggunakan 
istilah registry. Sengaja penulis 
menamakan bagian ini jati diri registry 
penulis ingin memberikan gambaran 
mengenai registry. Melalui tugas akhir ini 
penulis ingin menerangkan bagaimana 
memanipulasi mengamankan folder 
melalui manipulasi registry. 
Untuk menjalankan registry adalah 
dengan melalui Start>Run. Kemudian 
ketikan perintah regedit dalam kotak 
dialog Run dan OK, seperti terlihat pada 
gambar di bawah ini: 
 
 
Gambar 1 Tampilan Menu Run 
 
Setelah OK di klik, maka secara otomatis 
registry akan terbuka, seperti yang terlihat 
pada gambar dibawah ini: 
 
 
Gambar 2 Tampilan Registry Editor 
 
5.  Hubungan Antara Steganografi dan 
Registry 
Pengamanan data dengan cara 
menyamarkannya menjadi recycle bin ini 
bisa dikategorikan sebagai steganografi 
karena menurut pengertian bahasa 
steganografi adalah “ menyamarkan data 
sehingga seolah-olah tidak ada “, 
sedangkan registry merupakan jantung 
daripada windows, dan didalamnya 
terdapat berbagai macam pengaturan file 
termasuk untuk 
menonaktifkan/mengaktifkan file, 
melindungi, menyembunyikan bahkan 
menyamarkan. Dalam hal ini, 
steganografi berperan aktif terutama 
dalam penyamaran folder ke bentuk 
recyle bin yang diatur oleh registry. 
Dengan cara menambahkan nomor 
register recycle bin kepada folder biasa, 
maka folder itupun akan berubah baik 
dari tampilan icon, fungsi, alamat serta 
isinya menjadi recycle bin secara total. 
Jadi dalam perubahan folder menjadi 
recycle bin ini terdapat 3 aspek penting 
yang terkait didalamnya yaitu : 
1. Keamanan Data : mengamanakan 
data yang terdapat dalam folder baik 
berupa file ataupun berupa folder 
dengan menggunakan sistem registry  
2. Perlindungan Data / Proteksi : Data 
dilindungi oleh software yang dibuat 
oleh penulis, dan hanya dapat dibuka 
oleh software itu juga. 
3. Penyamaran Data : Folder 
disamarkan baik dari bentuk, icon 
serta fungsinya menjadi recycle bin, 
sehingga folder yang telah 
disamarkan berubah total baik dari 
bentuk, gambar maupun fungsinya 
menjadi recycle bin. 
 
6. Pengembangan Sistem 
Dalam perancangan sistem untuk 
melakukan pengamanan folder pada 
komputer dengan cara memproteksi serta 
menyamarkan 
 
 
User
Program
Proteksi
User
Folder Data
Folder Data yang
Telah Terproteksi
Gambar 3.1 Koteks  Diagram Sis tem Proteksi
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folder tersebut, diperlukan suatu model. 
Dengan menggunakan model, apa yang 
ada di dalam rencana pengembangan 
sistem tersebut dapat digambarkan 
dengan sistematis dan diharapkan 
menjadi lebih mudah untuk dimengerti, 
sehingga sasaran yang dikehendaki dapat 
tercapai. 
Model yang digunakan adalah context 
diagram, yang menggambarkan proses 
yang ada dan terlibat di dalamnya secara 
global.  
 
7.  Perancangan Data 
Data yang diperoleh untuk merancang 
sistem kemanan folder yang dapat  
merubah folder menjadi sebuah recycle 
bin dan membuatnya mempunyai fungsi 
yang sama seperti recycle bin adalah 
berasal dari sistem registry window, yaitu 
manipulasi desktop dengan merubah 
folder menjadi recycle bin. Adapun tools 
yang digunakan adalah dengan membuka 
registry editor seperti yang digambarkan 
pada gambar dibawah ini : 
 
Gambar 4 Registry Editor Untuk 
Recycle Bin 
 
Pada gambar diatas digambarkan format 
untuk untuk recycle bin yaitu: 
Key: 
HKEY_CURRENT_ROOT\CLSID\{645
FF040-5081-101B-9F08-
00AA002F954E} 
Nama default value bisa diganti sesuai 
dengan yang diinginkan 
Untuk merubah recycle bin dibutuhkan 
extention akhirnya yaitu \{645FF040-
5081-101B-9F08-00AA002F954E}. 
Angka-angka dan nomor-nomor ini 
adalah bentuk dari registry recycle bin. 
Dengan menggunakan format ini kita bias 
merubah sebuah folder menjadi sebuah 
recycle bin baik itu bentuk icon maupun 
fungsinya. 
 
a.  Diagram Alir Proses perubahan 
Folder Menjadi Recycle bin 
Folder
Proses registry folder
menjadi recycle  bin
Folder yang telah
berubah menjadi reycle
bin
 
 
Gambar 5  Proses Perubahan Folder 
Menjadi Recycle Bin 
 
Penjelasan : Pada gambar 5 di atas 
dijelaskan tentang bagaimana proses 
registry folder menjadi sebuah recycle 
bin. Di dalam gambar di atas dijelaskan 
bahwa pada awalnya sebuah data 
berbentuk folder kemudian diproses 
sehingga berubah menjadi sebuah recycle 
bin. Adapun algoritma untuk proses 
gambar di atas adalah sebagai berikut: 
    Ext = ".{645FF040-5081-
101B-9F08-00AA002F954E}" 
    Path = folder.Path 
    Data = Mid$(Path, 
InStrRev(Path, "\") + 1, 
Len(Path)) 
    File = Left$(Path, 
Len(Path) - Len(Data)) 
    If Not UCase$(Path) = 
UCase$(WindowsDirectory) _ 
    And Not UCase$(Data) = 
UCase("desktop") Then 
         
        NamaFile = File & Data 
& Ext 
        Name folder.Path As 
NamaFile 
        folder.Path = File 
 
Adapun perancangan sistem untuk 
program pengamanan file dan folder 
adalah sebagai berikut: 
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b.  Menu Utama Program 
Menu utama dari program yang akan 
dibangun adalah sebagai berikut: 
Penjelasan dari tampilan Menu Utama 
Program Proteksi File dan Folder adalah: 
a. Kotak alamat (Drive List) 
menunjukan alamat aktif tempat 
dimana file dan folder yang akan 
diproteksi terletak 
b. Kotak data (Dirlist) akan 
menampilkan data data dari drive 
yang di sorot pada kotak alamat 
(Drive List). 
c. Kotak waktu akan menunjukan jam / 
waktu pada saat ini 
d. Tombol Proteksi digunakan untuk 
memproteksi folder yang diinginkan 
untuk diproteksi yang ada pada kotak 
data.  
Adapun syntak dari button proteksi 
adalah sebagai berikut: 
Private Sub Command1_Click() 
On Error GoTo Err 
    Dim Path As String 
    Dim Data As String 
    Dim File As String 
    Dim Ext As String 
    Dim NamaFile As String 
    Ext = ".{645FF040-5081-
101B-9F08-00AA002F954E}" 
    Path = folder.Path 
    Data = Mid$(Path, 
InStrRev(Path, "\") + 1, 
Len(Path)) 
    File = Left$(Path, 
Len(Path) - Len(Data)) 
    If Not UCase$(Path) = 
UCase$(WindowsDirectory) _ 
    And Not UCase$(Data) = 
UCase("desktop") Then 
         
        NamaFile = File & 
Data & Ext 
        Name folder.Path As 
NamaFile 
        folder.Path = File 
        MsgBox "File dan 
Folder telah Terproteksi", 
vbApplicationModal + 
vbInformation, "Security..." 
    Else 
        MsgBox "Maaf File 
dan Folder tidak dapat 
Diproteksi", 
vbApplicationModal + 
vbInformation, "Security..." 
    End If 
Err: 
    Exit Sub 
End Sub 
Jika folder yang 
bersangkutan telah dapat 
diproteksi, maka akan muncul 
pesan sebagai berikut: 
MsgBox "File dan Folder 
telah Terproteksi", 
vbApplicationModal + 
vbInformation, "Security..." 
 
 
8. Implementasi dan Pengujian Sistem 
Pada bagian ini penulis menampilkan 
hasil tampilan antar muka yang dibuat 
berdasarkan dari perancangan sistem 
yang telah dilakukan. Adapun 
tampilannya disesuaikan dengan 
perancangan sebelumnya dan dibagi 
berdasarkan urutan dalam menu yang 
telah disusun sebelumnya.Untuk 
keterangan pada setiap tampilan antar 
muka, baik keterangan tombol maupun 
yang lainnya, telah merujuk kepada 
penjelasan yang terdapat dalam 
perancangan sebelumnya. 
 
 
 
Listing  Susunan Program Utama 
Gambar 6. Menu Utama 
C:\My Document\Angga
  C:\My Document
My Pictures
Sound
Game
Profile
   User1
   User2
   Document
         Aplikasi
         Health
00:00:00
PROTEKSI
TIDAK DIPROTEKSI
EXIT
SISTEM PROTEKSI FILE
DAN FOLDER
Gambar 4.1 Susunan Program Utama
ABOUT GAME
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a.  Tampilan Menu Utama 
Gambar 7 Tampilan Menu Utama 
Keterangan : 
1. Disk drive menunjukan drive 
tempat folder berada 
2. folder list menunjunkan dafta dari 
dari folder-folder yang akan di 
proteksi 
3. Kotak Waktu, menunjukan waktu 
saat ini 
4. Button proteksi, akan 
memproteksi folder yang terdapat dalam 
folder list. Hasil proteksi akan tampak 
pada folder list berupa angka-angka dan 
huruf-huruf di belakanganya yaitu : 
{645FF040-5081-101B-9F08-
00AA002F954E}. Rangkaian huruf dan 
angka ini menunjukan bahwa folder yang 
ingin di proteksi telah berubah menjadi 
RecycleBin, dan hal ini akan tampak pada 
tampilan window explorer berikut ini: 
Misalkan folder c : \ percobaan akan di 
proteksi, dan sebelum proses proteksi 
terjadi maka folder yang tampak pada 
windows Explorer adalah sebaga berikut : 
 
 
Setelah folder di proteksi maka akan 
tampak tampilan seperti pada gambar 
gambar di bawaini : 
 
Gambar 9 Folder Sukses di 
Proteksi 
 
Setelah ada tampilan di atas artinya folder 
telah berhasil di proteksi dan tampilan file 
file c:\percobaan yang telah terproteksi 
akan tampak pada windows explorer 
sebagai berikut : 
 
Gambar 10  Folder yang Telah di Proteksi 
berubah menjadi Recycle Bin 
Pada gambar gambar di atas tampak 
bahwa icon folder telah berubah menjadi 
icon recycle bin, dan apabila dibuka yang 
akan muncul adalah isi daripada recycle 
bin itu sendiri. 
Button tidak di proteksi. Button ini akan 
mengembalikan folder yang telah di 
proteksi kembali seperti sedia kala, 
dengan cara mengklik folder yang telah di 
proteksi yang terdapat pada folderlist.  
 
Setelah mengklik button ini pada folder 
yang telah di proteaksi, maka akan tampil 
seperti pada gambar di bawah ini : 
Gambar 8 Tampilan Folder yang Belum 
Diproteksi Pada Window Explorer 
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Gambar 11 Tampilan Setelah Button 
“Tidak Diproteksi” di klik 
Setelah muncul tampilan seperti di atas 
artinya proteksi yang ada pada folder 
berhasil dihilangkan. 
5. Button EXIT. Button ini di klik 
jika user akan berhenti menggunakan 
program ini. Ketika di klik, tampilan yang 
akan muncul adalah seperti gambar di 
bawah ini : 
 
 
Gambar 12 Tampilan Setelah 
Button EXIT di klik 
Gambar di atas menunjukan bahwa  user 
diharuskan untuk memilih salah satu 
diantara 2 (dua) pilihan yang ada, yaitu 
“yes” atau “no”. apabila user memilih yes 
berarti keluar dari program, dan apabila 
user memilih no maka akan kembali lagi 
pada program. 
 
9.  Pengujian dan Evaluasi 
Pengujian adalah tahap pemeriksaan 
kesesuaian antara tujuan, spesifikasi dan 
hasilnya. Perangkat lunak untuk 
memproteksi file dan folder 
menggunakan system registry yang telah 
dibangun sesuai dengan analisis dan 
perancangannya perlu diuji untuk 
diketahui kelayakan kinerja sistem akan 
kebutuhan yang telah ditentukan. Pada 
pengujian ini, penulis menggunakan 
Metode Black Box. Metode pengujian 
black box difokuskan pada fungsi yang 
dibutuhkan oleh perangkat lunak. 
Pengujian black box memungkinkan 
perancang perangkat lunak memperoleh 
masukan-masukan yang akan memenuhi 
semua kebutuhan fungsional untuk suatu 
program. Pengujian black box berusaha 
untuk menemukan kesalahan-kesalahan 
dalam kategori berikut : 
 Kesalahan atau fungsi yang hilang 
 Kesalahan dalam interface 
 Kesalahan dalam struktur data  
 Kesalahan Tampilan 
 Kesalahan penginisialan dan akhiran 
(dalam tata bahasa) 
Pengujian diracang untuk menjawab 
pertanyaan-pertanyaan berikut : 
 Bagaimana folder dapat terproteksi? 
 Apakah proteksi yang dilakukan 
cukup untuk mengamakan data? 
Kategori Keberhasilan Pengujian 
Kategori keberhasilan pengujian 
dituliskan dalam dua keadaan yaitu: 
1. Berhasil / valid, Hal ini merupakan 
indicator bawa hasil pengujian yang 
dilakukan sesuai dengan 
fungsionalitas yang diharapkan 
2. Gagal / invalid, Hal ini merupakan 
suatu indikator bahwa hasil pengujian 
yang dilakukan tidak sesuai dengan 
fungsionalitas yang telah ditetapkan. 
 
9.1  Pengujian Perangkat Lunak 
Pada Tahap ini dilakukan pengujian 
terhadap prosedur dan proses yang 
digunakan pada Perangkat lunak untuk 
memproteksi file dan folder 
menggunakan system registry. Dan selain 
itu, juga dilakukan pengujian terhadap 
setiap kinerja komponen yang digunakan, 
apakah sudah sesuai dengan fungsi 
rancangan yang telah ditentuka atau 
belum. Hasil pengujian terhadap faktor-
faktor di atas dijabarkan dalam bentuk 
table white box, seperti yang dapat terlihat 
pada table 1 sebagai berikut : 
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Tabel 1 Hasil Pengujian Perangkat Lunak 
 
Kesimpulan Pengujian : 
Setelah Mengklik folder yang akan 
diproteksi pada kotak drive & folder 
maka Kotak drive akan menampilkan 
data-data folder.  Pilih folder yang akan 
diproteksi kemudian klik kotak proteksi, 
maka proses proteksi berhasil 
dilaksanakan dan folder yang diproteksi 
telah berubah menjadi recycle bin. Jika 
akan membuka proteksi, maka lakukan 
langkah yang terhadap folder yang telah 
diproteksi lalu klik kotak buka proteksi, 
maka proses buka proteksi berhasil 
dilakukan dan folder yang berubah ke 
bentuk recycle bin kembali ke bentuk 
semula. 
 
Untuk Pengujian unit komponen operasi 
dapat dilihat pada table 2 berikut : 
 
 
Tabel 2 Hasil Pengujian Unit Kompoen 
Operasi 
 
 
 
 
 
9.2 Pengujian Unjuk Kerja Sistem 
 
Pengujian unjuk kerja sistem adalah 
suatu tahap dimana sistem yang 
dibangun merupakan bagian dari 
registry system window yang di 
manipulasi dengan cara mengubah 
registry folder menjadi registry recycle 
bin 
 
Tujuan Pengujian 
Tujuan dari pengujian unjuk kerja 
simulasi sistem adalah untuk mengukur 
tingkat kesuksesan rata-rata  
 
 
KESIMPULAN  
Berdasarkan dari apa yang telah 
dilakukan dalam penulisan tugas akhir 
ini, penulis mendapatkan beberapa 
kesimpulan antara lain : 
1. Cara pengamanan data pada 
komputer ada berbagai macam, 
tetapi yang terbaik adalah dengan 
mengamankannya secara pribadi, 
sehingga dengan demikian data 
pribadi yang ada dalam komputer 
menjadi aman dari pihak luar. 
2. Dengan menjadikannya tampak 
seperti Recycle bin adalah salah satu 
cara terbaik untuk mengamankannya 
serta dapat dihindari terjadinya 
pencurian data atau dibukanya data 
oleh orang-orang atau pihak luar 
yang tidak berkepentingan terhadap 
data tersebut. Penyamaran folder 
menjadi recyle bin ini menegaskan 
bahwa steganografi telah terbukti. 
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