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IEC27001,ISO/IEC27002は，それぞれ日本語化され，日本工業規格 JIS Q 27001，JIS Q 27002として発行さ
れた。




表１　JIS Q 27001（ISO/IEC 27001）における情報セキュリティの定義
用　　語 定　　　　　　　義
情報セキュリティ 情報の機密性，完全性及び可用性を維持すること。さらに，真正性，責任追跡性，否認防止及び信頼性のような特性を維持することを含めてもよい
機 密 性 許可されていない個人，エンティティ又はプロセスに対して，情報を使用不可又は非公開にする特性
完 全 性 資産の正確さ及び完全さを保護する特性
可 用 性 許可されたエンティティが要求したときに，アクセス及び使用が可能である特性
真 正 性 ある主体又は資源が，主張どおりであることを確実にする特性。真正性は，利用者，プロセス，システム，情報などのエンティティに対して適用する
責 任 追 跡 性 あるエンティティの動作が，その動作から動作主のエンティティまで一意に追跡できる事を確実にする特性
否 認 防 止 ある活動又は事象が起きたことを，後になって否認されないように証明する能力
信 頼 性 意図した動作及び結果に一致する特性
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表２　JIS Q 27002（ISO/IEC 27002）における情報セキュリティの定義
用　　語 定　　　　　　　義
情報セキュリティ 情報の機密性，完全性，可用性を維持すること
機 密 性 情報へのアクセスを認められた者だけが，その情報にアクセスできる状態を確保すること
完 全 性 情報が破壊，改ざん又は消去されていない状態を確保すること
可 用 性 報へのアクセスを認められた者が，必要時に中断することなく，情報及び関連資産にアクセスできる状態を確保すること
表３　JIS Q 27001（ISO/IEC 27001）における情報セキュリティに関わる用語の定義
用　　語 定　　　　　　　義
リ ス ク 事象の発生確率と事象の結果との組合せ
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