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CCNP: Es el plan de Capacitaciones informáticas que la empresa cisco brinda, 
se divide en tres niveles, Cisco Certified Network Associate (CCNA), Cisco 
Certified Network Professional (CCNP) y Cisco Certified Internetwork (CCIE) 
Expert. 
 
ETHERNET: Es una tecnología para redes de datos por cable que vincula 
software y/o hardware entre sí, permite el intercambio de datos entre terminales 
como, por ejemplo, ordenadores, impresoras, etc.  
 
NETWORKING:  Es una técnica de adquisición de contactos y, en general, de 
una red de contactos profesionales con otras personas que tienen intereses 
comunes a los nuestros, que nos permitan crear sinergias y oportunidades 
laborales o de negocio a corto, medio o largo plazo. 
 
SWITCH: Es un dispositivo de interconexión utilizado para conectar equipos en 
red formando lo que se conoce como una red de área local (LAN) y cuyas 
especificaciones técnicas siguen el estándar conocido como Ethernet.  
 
ROUTER: Permite interconectar computadoras que funcionan en el marco de 
una red, se encarga de establecer qué ruta se destinará a cada paquete de datos 
dentro de una red informática.  
 





















En este espacio se desarrollará la actividad final del diplomado de profundización 
CISCO CCNP.  Durante su desarrollo se describe la forma de implementar las 
características necesarias de cada equipo para cumplir con el propósito 
planteado, haciendo referencia a las habilidades que fueron adquiridas durante 
este periodo; se pondrá a prueba los niveles de comprensión y solución de 
problemas relacionados con diversos aspectos de networking, además 
comprender el funcionamiento de los dispositivos que hacen parte de las nuevas 
tecnologías, serán evidenciadas con la configuración de los dispositivos en los 













In this space the final activity of the CISCO CCNP in-depth diploma will take 
place.  During its development it is described how to implement the necessary 
characteristics of each team to fulfill the proposed purpose, making reference to 
the skills that were acquired during this period, will be tested levels of 
understanding and solving problems related to various aspects of networking, 
also understand the functioning of the devices that are part of new technologies, 
will be evidenced with the configuration of devices in the simulators of GNS3 and 
Packet Tracer, which give evidence of the work done.  
 
 
















El siguiente trabajo hace parte de la evaluación final del diplomado de 
profundización CISCO CCNP de la Universidad Nacional Abierta y a distancia, 
se ponen a prueba de manera práctica los conocimientos y habilidades que se 
obtuvieron durante la realización de cada unidad propuesta, en este se 
abordaron contenidos alusivo a la implementación de VLAN y Protocolos de 
enrutamiento.  
 
El objetivo principal de este documento presenta, es dar solución a las 
necesidades de dos escenarios que fueron propuesto, en los cuales se 
demostrara las habilidades para desarrollar la configuración de dispositivos de 
Networking, esto con la finalidad de implementar y solucionar problemas de 
redes empresariales, así mismo la detección y solución de problemas que 






























Escenario 1  
 
 













Tabla 1. Información para configuración de los Routers 
 
Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 
S 0/0 192.1.12.1 255.255.255.0 
 
R2 Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 




Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
E 0/0 192.1.23.3 255.255.255.0 
S 0/0 192.1.34.3 255.255.255.0 
   
R4 Interfaz Dirección IP Máscara 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 
S 0/0 192.1.34.4 255.255.255.0 
 
 
1. Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en 
AS1 y R2 debe estar en AS2. Anuncie las direcciones de Loopback en 
BGP. Codifique los ID para los routers BGP como 22.22.22.22 para R1 y 
como 33.33.33.33 para R2. Presente el paso a con los comandos 




R1(config-if)#ip address 1.1.1.1 255.0.0.0 
R1(config-if)#exit 
R1(config)#interface Loopback1 
R1(config-if)#ip address 11.1.0.1 255.255.0.0 
R1(config-if)#exit 
R1(config)#interface serial 1/0 
R1(config-if)#ip address 192.1.12.1 255.255.255.0 
13 
 







R2(config-if)#ip address 2.2.2.2 255.255.255.0 
R2(config-if)#exit 
R2(config)#interface Loopback1 
R2(config-if)#ip address 12.1.0.1 255.255.0.0 
R2(config-if)#exit 
R2(config)#interface serial 1/0 
R2(config-if)#ip address 192.1.12.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#exit 
R2(config)#interface FastEthernet 3/0 






R3(config-if)#ip address 3.3.3.3 255.255.255.0 
R3(config-if)#exit 
R3(config)#interface Loopback1 
R3(config-if)#ip address 13.1.0.1 255.255.0.0 
R3(config-if)#exit 
R3(config)#interface serial 1/1 
R3(config-if)#ip address 192.1.34.3 255.255.255.0 
R3(config-if)#clock rate 128000 
R3(config-if)#no shutdown 
R3(config-if)#exit 
R3(config)#interface FastEthernet 3/0 











R4(config-if)#ip address 14.1.0.1 255.255.0.0 
R4(config-if)#exit 
R4(config)#interface serial 1/1 





Se configura la relación de vecino BGP. 
 
R1: 
R1(config)#router bgp 1 
R1(config-router)#bgp router-id 22.22.22.22 
R1(config-router)#neighbor 192.1.12.2 remote-as 2 
R1(config-router)#network 1.1.1.0 mask 255.255.255.0 









R2(config)#router bgp 2 
R2(config-router)#bgp router-id 33.33.33.33 
R2(config-router)#neighbor 192.1.12.1 remote-as 1 
R2(config-router)#neighbor 192.1.23.3 remote-as 3 
R2(config-router)#network 2.2.2.0 mask 255.255.255.0 









Figura 4. Configuración en R2 
 
Figura 5. Show ip route R1 
 
 




2. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones 
de Loopback de R3 en BGP. Codifique el ID del router R3 como 
44.44.44.44. Presente el paso a con los comandos utilizados y la salida 
del comando show ip route. 
 
R3: 
R3(config)#router bgp 3 
R3(config-router)#bgp router-id 44.44.44.44 
R3(config-router)#neighbor 192.1.23.2 remote-as 2 
R3(config-router)#neighbor 192.1.34.4 remote-as 4 
R3(config-router)#network 3.3.3.0 mask 255.255.255.0 
R3(config-router)#network 13.1.0.0 mask 255.255.0.0 
 
 









3. Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones 
de Loopback de R4 en BGP. Codifique el ID del router R4 como 
66.66.66.66. Establezca las relaciones de vecino con base en las 
direcciones de Loopback 0. Cree rutas estáticas para alcanzar la 
Loopback 0 del otro router. No anuncie la Loopback 0 en BGP. Anuncie la 
red Loopback de R4 en BGP. Presente el paso a con los comandos 
utilizados y la salida del comando show ip route. 
 
R4: 
R4(config)#router bgp 4 
R4(config-router)#bgp router-id 66.66.66.66 
R4(config-router)#neighbor 192.1.34.3 remote-as 3 
R4(config-router)#network 4.4.4.0 mask 255.255.255.0 
R4(config-router)#network 14.1.0.0 mask 255.255.0.0 
R4(config-router)# 
 
Figura 9. Configuración en R4 
 
 



















A. Configurar VTP 
 
1. Todos los switches se configurarán para usar VTP para las 
actualizaciones de VLAN. El switch SW-BB se configurará como el 
servidor. Los switches SW-AA y SW-CC se configurarán como clientes. 
Los switches estarán en el dominio VPT llamado CCNP y usando la 
contraseña cisco. 
 
SW-AA(config)#no ip domain lookup 




Figura 13. Configuración comando 
 
 
SW-AA(config)#vtp mode client 
Setting device to VTP CLIENT mode. 
SW-AAconfig)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP 
SW-AA(config)#vtp password cisco 
Setting device VLAN database password to cisco 
 
Figura 14. SW-AA Configuración 
 
 
SW-BB(config)#no ip domain lookup 









SW-BB(config)#vtp mode server 
Setting device to VTP SERVER mode. 
SW-BB(config)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP 
SW-BB(config)#vtp password cisco 
Setting device VLAN database password to cisco 
SW-BB(config)# 
 
Figura 16. SW-BB 
 
 
SW-CC(config)#no ip domain lookup 




Figura 17. SW-CC Configuración 
 
 
SW-CC(config)#vtp mode client 
Setting device to VTP CLIENT mode. 
SW-CCconfig)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP 
SW-CC(config)#vtp password cisco 
Setting device VLAN database password to cisco 
 
 




2. Verifique las configuraciones mediante el comando show vtp status. 
 
 




















B. Configurar DTP (Dynamic Trunking Protocol) 
 
4. Configure un enlace troncal ("trunk") dinámico entre SW-AA y SW-BB. 
Debido a que el modo por defecto es dynamic auto, solo un lado del enlace 
debe configurarse como dynamic desirable. 
 
 
SW-AA(config)#interface fastEthernet 0/1 
















5. Verifique el enlace "trunk" entre SW-AA y SW-BB usando el comando 
show interfaces trunk. 
 
 








Figura 25. SW-BB Show interface trunk 
 
 
6. Entre SW-AA y SW-CC configure un enlace "trunk" estático utilizando el 
comando switchport mode trunk en la interfaz F0/3 de SW-AA 
 
SW-AA(config)#interface fastEthernet 0/3 
SW-AA(config-if)#switchport mode trunk 
SW-AA(config-if)#no shut 
 




7. Verifique el enlace "trunk" el comando show interfaces trunk en SW-AA. 
 
.  
Figura 27. SW-AA interface trunk 
 
 
8. Configure un enlace "trunk" permanente entre SW-BB y SW-CC.  
 
 
SW-BB(config)#interface FastEthernet 0/2 
24 
 




Figura 28. SW-BB Interface 
 
 
SW-CC(config)#interface FastEthernet 0/2 
SW-CC(config-if)#switchport mode trunk 
SW-CC(config-if)#no shut 
 
Figura 29. SW-CC Interface 
 
 
C. Agregar VLANs y asignar puertos. 
 
9. En SW-AA agregue la VLAN 10. En SW-BB agregue las VLANS Compras 
(10), Personal (25), Planta (30) y Admon (99) 
 
En este caso, para VLAN 10 en SWT1, no es posible adjuntar porque este está 




















Figura 30. SS-WW Configurar VLAN 10 
 
 
10. Verifique que las VLANs han sido agregadas correctamente. 
           Show vlan brief 
 
Figura 31. SS-BB Show VLAN 
 
 
11.  Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo 
con la siguiente tabla. 
 
Tabla 2. Escenario 2 
Interfaz  VLAN  Direcciones IP de los PCs  
F0/10  VLAN 10  190.108.10.X / 24  
F0/15  VLAN 25  190.108.20.X /24  
F0/20  VLAN 30  190.108.30.X /24  




12. Configure el puerto F0/10 en modo de acceso para SW-AA, SW-BB y SW-
CC y asígnelo a la VLAN 10. 
 
SW-AA(config)#int fa0/10 
SW-AA(config-if)#switchport mode access 








SW-BB(config-if)#switchport mode access 








SW-CC(config-if)#switchport mode access 




Figura 34. SW-CC 
 
 
13. Repita el procedimiento para los puertos F0/15 y F0/20 en SW-AA, SW-
BB y SW-CC. Asigne las VLANs y las direcciones IP de los PCs de 







SW-AA(config-if)#switchport mode access 




SW-AA(config-if)#switchport mode access 








SW-BB(config-if)#switchport mode access 




SW-BB(config-if)#switchport mode access 









Figura 36. SW-BB 
 
SW-CC(config)#int fa0/15 
SW-CC(config-if)#switchport mode access 




SW-CC(config-if)#switchport mode access 






Figura 37. SW-CC 
 
A continuación se presente un ejemplo de las asignaciones de las direcciones IP 
a los PCs: 
 
Figura 38. Asignaciones de las direcciones IP a los PCs 
 




14. En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de 
direccionamiento y active la interfaz. 
 
Tabla 3. Escenario 2 
Equipo  Interfaz  Dirección IP  Máscara 
SW-AA  VLAN 99  190.108.99.1  255.255.255.0  
SW-BB VLAN 99  190.108.99.2  255.255.255.0  
SW-CC VLAN 99  190.108.99.3  255.255.255.0  
 
SW-AA(config)#interface vlan 99 





Figura 39. SW-AA Configuración interface VLAN 99 
 
 
SW-BB(config)#interface vlan 99 








SW-CC(config)#interface vlan 99 






Figura 41. SW-CC Configuración interface VLAN 99 
 
E. Verificar la conectividad Extremo a Extremo 
 
15. Ejecute un Ping desde cada PC a los demás. Explique por qué el ping 








Cuando los PCs están en la misma VLAN y están en la misma red, los pings 












16. Ejecute un Ping desde cada Switch a los demás. Explique por qué el 


















17. Ejecute un Ping desde cada Switch a cada PC. Explique por qué el ping 












En cada escenario desarrollado, se ha simulado y verificado el registro de los 
procesos de conectividad mediante el uso de comandos ping, traceroute, show 
ip route, entre otros, de esta forma poder observar su adecuado funcionamiento 
basado en su programación. 
 
El uso de VLANs permite simplificar la administración de la red, al realizar 
agrupación de hosts que serán susceptibles por ejemplo, a políticas de seguridad 
que no afectarán dispositivos en diferentes VLAN. 
 
VTP es un protocolo de gran utilidad en un escenario en el cual exista un alto 
número de VLANs en producción, es de saber que su implementación requiere 
de gran revisión. 
 
EIGRP es un protocolo de transporte de datos de gran confiabilidad, debido a 
que su estudio de basa en establecer proximidad, donde utiliza métricas 
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