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Tato bakalářská práce se zabývá pojmem „e-Government“. Vysvětluje základní 
principy elektronické komunikace se státní správou, řeší otázku bezpečnosti informací, 
které jsou odesílány úřadům pomocí internetu a také objasňuje možnosti přístupu pro 
firmy i pro občany. Jsou zde popsány služby, které e-Government nabízí, a to 
především v oblasti daňové správy a daňových institucí. Součásti práce je i průzkum o 










This bachelor’s thesis deals with concept „e-Government“. Explains the basic principles 
of electronic communication with public service, concerns with the security of 
informations, which are delivered to offices via internet and explains the access 
possibility for companies and also for citizens. This work describes services, which e-
Government offers above all in resort of tax administration and tax institutions. Part of 
this thesis is a research of using e-Government services among companies. 
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1 Úvod 
Na otázku co je to e-Government většina lidí odpoví, že neví, proto vzniká tato práce, 
která má tento pojem osvětlit. Hlavním důvodem neznalosti tohoto pojmu je dle mého 
názoru nedostatek informací.  
Práce se tedy bude zabývat e-Governmentem v daňové správě. Je nutné rozebrat a 
vysvětlit všechny nezbytné související pojmy. Informace budou rozčleněny do několika 
hlavních kapitol. 
Pro poskytnutí všech souvisejících informací bude ve druhé kapitole představena 
veřejná správa a trochu podrobněji daňová správa.  
Základní informace o e-Governmentu a informačních systémech veřejné správy (dále 
jen ISVS) budou popsány ve kapitole třetí. Je zde přiblíženo fungování celého systému 
komunikace pomocí internetu s úřady veřejné správy. Dále se tato část zabývá 
bezpečností odesílaných informací, elektronickým podpisem a potřebnými certifikáty 
pro přístup k ISVS. Součásti je i otázka ochrany osobních údajů. 
Čtvrtá kapitola se zabývá konkrétními službami v oblasti daňové správy. Jedná se 
především o daňový portál a aplikace, které tento systém obsahuje. Nejrozsáhlejší 
aplikaci je v tomto případě elektronické podávání písemností. Součásti popisu daňových 
informačních systémů bude i systém Intrastat. V další části kapitoly jsou popsány 
přínosy e-Governmentu pro podnikatelské i nepodnikatelské subjekty a daňové poradce. 
Mezi největší přínosy patří jednoduchá a efektivní komunikace s daňovými institucemi. 
Tato elektronická cesta šetří také spoustu drahocenného času a v případě daňových 
poradců (samostatných či zaměstnaných v poradenských společnostech) poskytuje i 
konkurenční výhodu. 
Pátá kapitola představuje analýzu používání služeb e-Governmentu. Analýza využívá 
dotazníkového průzkumu mezi ekonomickými subjekty (fyzické osoby podnikatelé a 
právnické osoby). Objektem zkoumání jsou elektronické služby daňové správy. 
Součásti je stručná celorepubliková analýza v oblasti vybraných daňových přiznání. 
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2 Veřejná správa 
Veřejná správa v ČR je primárně pojatá jako služba občanovi, naplňuje principy dobré 
správy, funguje efektivně a výkonně, přispívá ke zvyšování konkurenceschopnosti 
české ekonomiky a zvyšování kvality života obyvatel ČR. 
Veřejnou správu lze rozdělit na státní správu a samosprávu. Veřejná správa může být 
vykonávaná jen pouze zmocněnými subjekty na základě zákona v rozsahu přikázané 
pravomoci a působnosti. Státní správa je zajišťována např. vládou, ministerstvy, jinými 
ústředními orgány, celními orgány, územně finančními orgány, atd. Pod územní 
samosprávu spadají kraje a obce. 
 
2.1 Daňová správa 
Daňová správa je součástí veřejné správy a má za úkol spravovat daně. K tomuto účelu 
se řídí zákonem č. 337/1992 Sb., o správě daní a poplatků a zákonem č. 531/1990 Sb., o 
územních finančních orgánech.  
Definice daně 
Daň je definována jako povinná, nenávratná, zákonem určena platba do veřejného 
rozpočtu. Je to platba neúčelová a neekvivalentní. Daň se pravidelně opakuje (např. 
každoroční placení daně z příjmů), nebo je nepravidelná a platí se za určitých okolností 
(např. při převodu nemovitostí). 
Jedno z nejzákladnějších dělení daní je podle vazby na důchod poplatníka, a to přímé a 
nepřímé daně. Další rozdělení daní může být podle objektů, na nějž jsou uloženy. Jedná 
se o daně z důchodů, ze spotřeby a z majetku. Z hlediska veřejných rozpočtů (podle 
rozpočtu, do kterého plynou) lze daně rozdělit na státní, municipální, svěřené. 
Daně jsou určeny ke hrazení potřeb, které buď vznikají společnosti jako celku a nebo je 
efektivnější je hradit ze společných zdrojů. Výnosy z daní plynou do veřejného 
rozpočtu. 
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Funkce daní 
- Alokační (uplatňuje se v případě tržní neefektivnosti v alokaci zdrojů) 
- Redistribuční (přesun důchodů od bohatších k chudším jedincům) 
- Stabilizační (zmírňování výkyvů v ekonomice) 
- Fiskální (získávání finančních prostředků do veřejných rozpočtů pro financování 
veřejných statků) 
Daně spravované českou daňovou správou: 
- Daň z příjmů fyzických osob (zákon č. 586/1992 Sb.) 
- Daň z příjmů právnických osob (zákon č. 586/1992 Sb.) 
- Daň z přidané hodnoty (zákon č. 235/2004 Sb.) 
- Daň silniční (zákon č. 16/1993 Sb.) 
- Daň z nemovitostí (zákon č. 338/1992 Sb.) 
- Daň  z převodu nemovitostí (zákon č. 357/1992 Sb.) 
- Daň dědická (zákon č. 357/1992 Sb.) 
- Daň darovací (zákon č. 357/1992 Sb.) 
Česká daňová správa je tvořena třístupňovou soustavou orgánů, kterou tvoří: 
- Ministerstvo financí (celostátní úroveň), počet 1 
- Finanční ředitelství (regionální úroveň), počet 8 
- Finanční úřady (místí úroveň), počet 199 
Finanční ředitelství a finanční úřady tvoří společně územní finanční orgány. Vybrané 
činnosti finančního úřadu: spravuje a eviduje daně, kontroluje dodržování  povinností 
stanovených zákonem o účetnictví, ověřuje úplnost evidence či registrace daňových 
subjektů, poskytuje mezinárodní pomoc při správě daní, předepisuje daňové nedoplatky 
a penále, přezkoumává daňová rozhodnutí, přijímá daňová přiznání, přijímá platby daní 
a záloh na daně, provádí místní kontrolu a daňovou kontrolu, vykonává daňové 
exekuce, zahajuje a zastavuje daňové řízení. Finanční ředitelství řídí finanční úřady, 
přezkoumává rozhodnutí finančních úřadů vydaná ve správních řízeních, provádí 
cenovou kontrolu právnických a fyzických osob, vykonává finanční kontrolu. 
V dnešní době by se měl dobrý daňový systém vyznačovat těmito znaky: 
- Spravedlností 
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- Ekonomickou efektivností 
- Administrativní jednoduchostí 
- Flexibilitou 
- Správným působením na makroekonomické agregáty 
- Politickou průhledností  
- Právní perfektností 
Pro budoucí vývoj daní by měla být snaha o jejich zjednodušení a to jak z hlediska 
právního, tak i z hlediska administrativního. Co se týče právního hlediska, lze očekávat 
vládní reformy v oblasti jednotlivých daňových zákonů. K administrativnímu 
zjednodušení daňové správy by měl přispět právě tzv. e-Government. Jedná se o proces 
„elektronizace úřadů“, který by měl snížit počet administrativních pracovníků, 
administrativních úkonů a přispět ke zrychlení celé správy daně.  
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3 e-Government 
Informační a komunikační technologie (ICT) se doposud v úřadech veřejné správy 
nasazovaly tam, kde bylo potřeba automatizovat rutinní činnost a zpracovávat velké 
množství dat. Účelem ICT bylo tedy usnadnit kancelářskou práci a někdy i použít pro  
komunikaci s ostatními úřady. Doba pokročila a pro veřejnou správu se otevírají nové 
možnosti jak využít informačními technologie. Nastal obrovský rozvoj ICT zejména 
v oblasti internetu a zpracování informací, vznikají nejrůznější informační systémy (IS). 
Samozřejmě s tímto technickým pokrokem se musí měnit i legislativa, aby bylo možné 
tyto nové technologie používat. Tímto nastává proces elektronizace veřejné správy a 
vzniká nový fenomén, tzv. e-Government. Tento nový fenomén se označuje jako 
elektronické vládnutí či elektronická vláda. Definic je samozřejmě ještě více, hovoří se 
např. i o pojmu e-Governance. Používání těchto  pojmů dosud nebylo sjednoceno, 
nicméně nejrozšířenější zůstává termín e-Government. 
 
3.1 Pojem e-Government 
Pod tímto pojmem si lze představit zavedení elektronické komunikace do všech procesů 
veřejné správy, jak vnitřních, tak i vnějších. Jedná se nový způsob komunikace mezi 
občanem (organizací) a úřady a také mezi jednotlivými úřady. 
Základním cílem e-Governmentu je zvýšit efektivnost, hospodárnost a výkonnost 
veřejné správy a dále zlepšit a zkvalitnit poskytované služby. 
Co vše e-Government nabízí: 
- poskytování různých informací (formuláře, rady, postupy) 
- poskytování služeb online, bez nutnosti návštěv úřadů 
- lepší komunikace vzhledem k občanům 
- efektivnější komunikaci mezi úřady a uvnitř veřejné správy 
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Transformace organizačních principů při zavedení e-Governmentu. Je to proces přesunu 
od byrokratického modelu k modelu e-Governmentu, který názorně popisuje následující 
tabulka. 
 Byrokratický model e-Government model 
Orientace Nákladová efektivnost Spokojenost uživatele, 
flexibilita 




síťová organizace, sdílení 
dat 
Princip managementu Řízení podle pravidel a 
pověření 
Flexibilní, mezirezortní 
spolupráce s centrálním 
řízením 
Styl řízení Rozkazovat a kontrolovat Usnadnění a koordinace, 
Inovátorské postupy 
Interní komunikace Přístup od shora dolu, 
hierarchie 
Vícesměrná s centrální 
koordinací, přímá 
komunikace 
Externí komunikace Centralizovaná, formální, 
omezený počet kanálů 
Formální a neformální, 
přímá a rychlá odezva, více 
kanálů 
Poskytování služeb Písemný, osobní přístup Elektronická výměna, bez 






Podle potřeb uživatele, 
personalizace 
Tab. 3.1 Byrokratický a e-Government model 
 
3.1.1 Pozitiva e-Governmentu 
Mezi hlavní kladné přínosy patří bezesporu přístup ke službám 24 hodin denně po celý 
rok. Lidé nemusí trávit čas na úřadech, dojíždět z okolních obcí do velkých měst. 
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Nemusí nikam chodit ani pro informace ani pro formuláře. Zavedení e-Governmentu 
znamená i vymanit se ze dosavadních standardů (některé jsou špatné a neefektivní) a 
zavedení nových. Změna způsobu poskytování služeb dle požadavků občanů a 
jednotlivých skupin (podnikatelům), případně i na míru jednotlivcům. Další předností je 
rychlost a kontinuita úřadování. Úředník může odpovídat na dotazy rychleji pomocí 
emailů, nemusí nikam posílat žádosti na jiné úřady pro dokumenty, má k dispozici 
databázi, ve které vyhledá příslušné informace. Tím se také šetří tuny papírů. 
 
3.1.2 Negativa e-Governmentu 
Je potřeba brát v úvahu rozšířenost internetu ve firmách a domácnostech. Ze 
statistických údajů vyplývá, že na konci roku 2007 má v domácnosti zhruba 40% osobní 
počítač a zhruba 32% má připojení k internetu. Dalším faktorem je stupeň počítačové 
gramotnosti v zemi – ne všichni jsou schopni s informačními systémy veřejné správy 
pracovat. V současné době je relativně složité nainstalovat elektronický podpis. Bude 
nutné zvýšit tuto gramotnost ve spolupráci s ministerstvem školství. Informační systémy 
jsou nové a ještě ne zcela otestované. Mohou se objevit bezpečnostní díry, úniky 
informací a jejich zneužití. Přes internet se budou odesílat utajované informace. S tím 
také souvisí otázka ochrany soukromí a ochrany osobních údajů. 
 
3.2 Zákon o e-Governmentu 
K tomu, aby byl e-Government úspěšný, je potřeba vytvořit příslušné legislativní 
prostředí. Účelem zákona o e-Governmentu je tedy vytvořit právní úpravu pro 
zrovnoprávnění elektronických a papírových dokumentů. Jedním z principu 
e-Governmentu je, aby obíhaly dokumenty a ne občané. 
Název „zákon o e-Governmentu“ není oficiální, ale téměř všude se uvádí, protože 
oficiální název se neustále mění. Nejdříve to byl „zákon o elektronizaci veřejné správy“, 
dále „zákon o elektronizaci některých procesních úkonů v oblasti orgánů veřejné moci“ 
a dnes je to „zákon o elektronických úkonech, osobních číslech a autorizované konverzi 
dokumentu“. Nicméně nejedná se o hotový zákon, ale zatím jde pouze o návrh zákona. 
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Důvody vzniku zákona: 
- Neefektivní komunikace mezi občany (podnikateli) a úřady 
- Neefektivní komunikace mezi úřady 
- Problémy s přílohami u elektronických podání (povinnost doložit papírový 
dokument) 
- Problémy získat výpisy z rejstříků v elektronické podobě 
- Neefektivní správa dokumentů 
Cíle zákona: 
- Zrovnoprávnění listinné formy s formou elektronickou 
- Vytvořit jednotný systém pro elektronické doručování orgánům veřejné moci ze 
strany veřejnosti a naopak i mezi orgány veřejné moci navzájem 
- Vytvořit zabezpečené datové schránky pro doručování 
- Vytvořit jednotný systém pro identifikaci FO a PO 
- Konverze dokumentů – převod z listinné podoby do elektronické a naopak 
Datová schránka bude sloužit pro komunikace mezi subjekty a úřady. Bude povinná pro 
PO státem zřízené a PO zapsané do obchodního rejstříku. FO mají možnost si zažádat o 
zřízení datové schránky. Dále schránka bude povinná pro všechny úřady. Pokud má FO, 
PO datovou schránku, musí orgán veřejné moci doručovat v elektronické formě do 
datové schránky. 
Jednotný systém pro identifikaci nebude zahrnovat jméno ani rodné číslo. Osoba obdrží 
unikátní osobní číslo. 
Autorizovanou konverzi dokumentů jsou oprávněny provádět pouze oprávněné subjekty 
(notáři, úřady obcí, měst, krajů, …). Dokument, který provedením autorizované 
konverze vznikl, má stejné právní účinky jako ověřená kopie dokumentu. 
 
3.3 Informační systémy veřejné správy 
Informační systémy veřejné správy jsou souborem informačních systémů, které slouží 
pro výkon veřejné správy. 
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3.3.1 Zákon o informačních systémech  
Účelem tohoto zákona je především zajistit fungování různých systémů veřejné správy 
ve smyslu jejich koexistence tam, kde dochází k vzájemnému předávání údajů z těchto 
systémů. Dále řeší některé úkoly IS ve vztahu k veřejnosti, zejména předávání datových 
zpráv a poskytování, výpisů z elektronických evidencí.  
Správci informačních systémů veřejné správy jsou jednotlivá ministerstva, dále jiné 
správní úřady a územní samosprávní celky. Mohou to být např. Český statistický úřad, 
celní úřad, katastrální úřady, finanční úřady. 
 
3.3.2 Informační systém 
Informační systém je množina dat, interpretovaných jako informace, která spolu souvisí 
přesně vymezeným způsobem a  vytvářejí jednotnou soustavu. Funkcí informačního 
systému je tvorba a získávání informací, jejich komunikace a užití. Pomocí 
informačního systému lze získávat, zaznamenávat, zpřístupňovat a rozšiřovat informace 
z existujících zdrojů. 
Ve smyslu zákona 365/2000 Sb., o informačních systémech veřejné správy informační 
systém veřejné správy je funkční celek nebo jeho část zabezpečující cílevědomou a 
systematickou informační činnost. Každý informační systém zahrnuje data, které jsou 
uspořádána tak, aby bylo možné jejich zpracování a zpřístupnění, a dále nástroje 
umožňující výkon informačních činností. 
Požadavky na informační systém 
- Dostupnost informací a jejich aktualizace (relevantní a neustále aktualizované 
informace) 
- Spolehlivost a odolnost proti chybám (provoz 24 hodin denně po celý rok) 
- Výkonnost (neustále monitorováno, IS musí mít rychlou odezvu) 
- Uživatelsky přívětivé prostředí (snadná orientace, jednoduchost) 
- Bezpečnost (zabezpečené spojení mezi uživatelem a IS) 
Základní informační systémy potřebné pro výkon veřejné správy se považují: 
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- IS o obyvatelích (např. matrika) 
- IS o právnických osobách (např. obchodní rejstřík) 
- IS o ekonomických subjektech (např. živnostenský rejstřík, seznam plátců daně 
z přidané hodnoty) 
- IS o území (např. katastr nemovitostí) 
 
3.3.3 Portál veřejné správy 
Správcem Portálu veřejné správy je na základě zákona o informačních systémech 
veřejné správy, Ministerstvo vnitra. Jedná se tedy o ověřené a státem garantované 
informace. 
Portál vznikl s využitím řady projektů státní správy a samosprávy a je budován 
postupně v několika etapách. Prototyp Portálu veřejné správy byl představen v roce 
2003 v březnu a zkušební provoz byl spuštěn v říjnu. O rok později získal Portál atest na 
shodu informačního systému veřejné správy se Standardem ISVS pro náležitosti 
životního cyklu IS a byl zahájen ostrý provoz. 
V roce 2005 se "Životní situace na Portálu veřejné správy" umístily mezi nejlepšími 
projekty v rámci Europe Awards for e-Government. Hodnotící komise označila Životní 
situace za zdařilého průvodce občana veřejnou správou. Tato aplikace nabízí ve 
strukturované podobě informace o tom, jakým způsobem, kde a jak vyřídit potřebnou 
záležitost, a to včetně poplatků, odkazů na nezbytné formuláře a kontaktní údaje.  
Základem dnešních služeb Portálu veřejné správy je několik navzájem propojených 
systémů: 
Novinky z veřejné správy a Povinně zveřejňované informace 
Adresář úřadů  
Kontakty a spojení na orgány státní správy a samosprávy. 
Životní situace  
Tato sekce byla zpracována s jednotlivými resorty. Sekce obsahuje podrobný návod na 
řešení konkrétních životních situací. Např. se návštěvník dozví, které doklady potřebuje 
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pro vyřízení potřebné záležitosti, kde, s kým, kdy a co může řešit, podle kterých 
právních předpisů je třeba postupovat apod. 
Zákony  
Poskytuje zdarma informace o platných předpisech ze Sbírky zákonů v aktuálním znění. 
Podání  
Postupně bude možné nabízet tu agendu veřejné správy, kterou je možno s využitím 
zaručeného elektronického podpisu vyřídit přímo prostřednictvím Portálu 
Katalog informačních zdrojů  
Každý informační zdroj veřejné správy zpřístupněný prostřednictvím Portálu veřejné 
správy je zapsán do tohoto katalogu. Je zde možno vyhledávat jakékoliv informace, 
které jsou na portálu uveřejněny. 
Obchodní věstník  
Jsou zde publikovány informace o změnách v Obchodním rejstříku, o konkurzech, 
likvidacích podniků, účetních uzávěrkách, veřejných soutěžích, svoláních valných 
hromad a další informace, jejichž zveřejnění ukládají platné zákony České republiky. 
Veřejné zakázky  
Informace o veřejných zakázkách, držbách a ostatních nabídkách. Dle nové 
legislativy - zákony o veřejných zakázkách a koncesním řízení (zákon č.137/2006 Sb., a 
zákon č.139/2006 Sb.) bylo upraveno zveřejňování informací a byl k tomuto zřízen 
nový web www.isvzus.cz. 
Mapové služby  
Externí systém, je součástí adresáře úřadů. 
 
3.4 Bezpečnost 
V rámci státní komunikační politiky byl vypracován dokument „Národní strategie 
informační bezpečnosti“. Tento dokument implementuje v domácích podmínkách 
Směrnici OECD pro bezpečnost informačních systémů  a sítí. Strategie se nevztahuje 
pouze na oblast veřejné správy. Jejím cílem je celkové zlepšení informační bezpečnosti, 
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zvýšení důvěryhodnosti v informační společnost a zavádění nejlepších zkušeností do 
řízení  informační bezpečnosti, stejně jako do oblasti vytváření, resp. správy 
informačních a komunikačních systémů. Dalším cílem strategie je zajištění vyšší úrovně 
zabezpečení informačních a komunikačních systémů, tak, aby jejich aktiva byla 
chráněna před hrozbami, resp. uskutečněnými útoky, které rozvoj těchto systémů sebou 
přináší. 
Požadavky na bezpečnost IS veřejné správy klade především zákon č. 412/2005 Sb., o 
ochraně utajovaných informací a o bezpečnostní způsobilosti, dále pak zákon o ISVS. 
Zákon o ISVS vyžaduje pro provoz IS atestace (způsobilost pro provoz IS v souladu se 
stanoveným standardy, technickými normami, požadovaným stupněm bezpečnosti). 
Pro informační bezpečnost je potřeba zachovávat: 
- Důvěrnost (přístup pouze oprávněným osobám) 
- Integritu (správnost a kompletnost informací a metod zpracování) 
- Dostupnost (přístup informací podle potřeby uživatelů) 
- Zodpovědnost (určena individuální zodpovědnost) 
- Spolehlivost (zajišťuje konzistenci chování a výsledků) 
Právní ochranu IS lze vymezit na: 
- Veřejnoprávní ochranu – soubor právních norem, které upravují specifika 
týkající se určité skupiny subjektů (zákony upravující podnikání, ochranu 
spotřebitele; trestní zákon, zákon o ISVS, zákon o elektronické komunikaci, 
apod.) 
- Soukromoprávní ochrana – vychází ze smluv uzavřených provozovatelem IS 
s jinými subjekty (např. zaměstnanci), řídí se např. občanským zákoníkem, 
obchodním zákoníkem, autorským zákonem, apod. 
 
3.4.1 Osobní údaje 
Na utajovaný obsah IS je potřeba aplikovat příslušnou legislativu. Především zákon č. 
101/2000 Sb., o ochraně osobních údajů. Zákon se vztahuje na osobní údaje, které 
zpracovávají veškeré subjekty – státní orgány, orgány územní samosprávy, jiné orgány 
veřejné moc, soukromé FO i PO. Shromaždování osobních údajů je možno pouze ve 
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stanoveném rozsahu a pro stanovený účel. Účel zpracování je rozhodný pro vymezení 
doby, po níž lze osobní údaje uchovávat. Provozovatel IS musí vypracovat dokumentaci 
o přijatých a provedených technicko-organizačních opatřeních k zajištění ochrany 
osobních údajů. Součástí tohoto systémů je i povinnost mlčenlivosti (týká se všech 
osob, které osobní údaje zpracovávají). 
 
3.4.2 Elektronický podpis 
Papírové dokumenty se dnes dají převést na elektronické, stejně tak je možno převést 
vlastnoruční podpis na elektronický. Obecně lze elektronický podpis používat tam, kde 
je potřeba vlastnoruční podpis. Tento podpis navíc značně rozšiřuje možnosti 
vlastnoručního podpisu – podepsat lze i např. obsah CD, fotografie, autorizované 
přístupy do databáze a IS apod. 
Zákon č. 227/2000 Sb., o elektronickém podpisu vešel v platnost již v polovině roku 
2000. Od té doby je možno elektronický podpis používat. Elektronický podpis je jedním 
z hlavních nástrojů identifikace a autentizace fyzických osob v prostředí internetu. 
Postupně stále více právních předpisů umožňuje jeho používání v oblasti orgánů veřejné 
správy, a to jak při komunikaci mezi úřady navzájem, tak i při komunikaci občanů s 
jednotlivými úřady.  
Je potřeba rozlišovat různě stupně podpisů a certifikátů: 
- Elektronický podpis – údaje v elektronické podobě připojené k dokumentu, 
umožňuje ověřit totožnost podepsané osoby 
- Zaručený elektronický podpis – musí splnit několik podmínek (spojení podpisu 
s podepisující osobou, identifikace osoby ve vztahu k datové zprávě, podpis byl 
vytvořen pomocí prostředků výhradně pod kontrolou podepisující osoby, způsob 
připojení podpisu ke zprávě umožňuje zjištění následné změny dat) 
- Certifikát – vydán poskytovatelem certifikačních služeb, umožňuje ověření 
totožnosti podepsané osoby 
- Kvalifikovaný certifikát – vydán kvalifikovanou certifikační autoritou, která 
splňuje náležitosti zákona o EP 
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Pro účely přístupu ke službám e-Governmentu je nutný kvalifikovaný certifikát, který 
vydává tzv. certifikační autorita. Spolehlivost tohoto EP je téměř 100%. 
Princip EP  
Princip vychází z existence dvou tzv. klíčů – privátní a veřejný. Privátní klíč slouží 
k jednoznačnému určení vlastníka – podepisující se osoby (autor). Veřejný klíč je tedy 
veřejně dostupný a musí ho mít k dispozici každý, kdo chce s autorem elektronicky 
komunikovat. EP je vytvářen autorem pomocí speciálního software a tento EP je pak 
připojen k datové zprávě. Podpis má podobu posloupnosti čísel a znaků. Příjemce 
potom pomocí veřejného klíče podpis dekóduje a tím si ověří totožnost odesílatele. 
Součásti procesu dekódování je i ověření dokumentu, že dorazil v pořádku a nebyl 
nikým pozměněn. 
 
3.4.3 Kvalifikovaná certifikační autorita 
Certifikační autorita vystupuje při vzájemné komunikaci dvou subjektů jako třetí 
nezávislý důvěryhodný subjekt, který prostřednictvím jím vydaného certifikátu 
jednoznačně svazuje identifikaci subjektu s jeho dvojicí klíčů respektive s jeho 
digitálním podpisem. Certifikát se tak stává jakýmsi elektronickým průkazem 
totožnosti. Certifikáty obsahují ve své nejjednodušší formě veřejný klíč, jméno a další 
údaje zajišťující nezaměnitelnost subjektů. Běžně používané certifikáty též obsahují 
datum počátku platnosti, datum ukončení platnosti, jméno certifikační autority, která 
certifikát vydala, sériové číslo a některé další informace. Certifikační autorita garantuje 
jedinečnost subjektů podle užité identifikace subjektu. To je zajištěno legislativními a 
technickými pravidly provozu instituce Certifikační autority1.  
Obrázek představuje životní cyklus certifikátu. Doba platnosti je omezená např. na 1 
rok, poté přestane platit a je potřeba zažádat o prodloužení platnosti o další období. 
Během používání certifikátu je možnost jeho zrušení, např. z důvodu nevyužívání této 
služby. 
                                               
1 Certifikační autorita [online]. [2008-05-07]. Dostupný na WWW: 
<http://www.ica.cz/home_cs/?acc=certifikaty_a_certifikacni_autority> 
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4 Služby v oblasti daňové správy 
4.1 Úvod 
Webové stránky různých úřadů poskytují spoustu informací o jeho činnosti, náplni 
práce, poskytovaných službách, dále nabízí emailové kontakty na své pracovníky. 
V případě velkých úřadů (ministerstva, magistráty, apod.) mají webové stránky podobu 
portálu. Tyto portály nabízejí spoustu různých informací a proto je dobré je rozdělit pro 
různé skupiny obyvatelstva tak, aby se návštěvník dostal k požadovaným informacím 
jednodušeji. Některé úřady nabízejí i online formuláře pro odeslání dotazů a bezplatné 
linky, na které mohou občané kdykoliv zavolat. Podle průzkumu Českého statistického 
úřadu, lze konstatovat, že průzkum webových stránek veřejné správy v roce 2007 
potvrdil narůstající význam využívání informačních a komunikačních technologií při 
interakci úřadů se širokou veřejností.  
 
4.2 Daňový portál 
Daňový portál je projekt české daňové správy zprovozněný v roce 2006 na adrese 
http://cds.mfcr.cz, v sekci „daně elektronicky“. Na portálu je spousta informací 
k daňové problematice (daňová legislativa, účetnictví), dále různé odkazy na externí 
zdroje informací. Součástí portálu je tzv. „Automatizovaný daňový systém“ (ADIS). 
ADIS je aplikačně technickou podporou daňové správy s celorepublikovou působností 
včetně jednotné technické infrastruktury.  
ADIS momentálně poskytuje tyto základní aplikace: 
- Nahlížení na osobní daňový účet 
- Služby elektronického podávání písemností 
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4.2.1 Přístup na daňový portál 
Vzhledem k tomu, že systém pracuje s reálnými údaji, je k přístupu na daňový portál 
nutné dodržovat určitá bezpečnostní pravidla. K tomuto přístupu je nutný elektronický 
podpis, který zabezpečuje, že odeslaná data jsou pouze oprávněného odesílatele. 
Kroky pro úspěšný začátek používání daňového portálu: 
- získání kvalifikovaného certifikátu u poskytovatele certifikačních služeb 
- zřízení daňové informační schránky – žádost musí být podána elektronicky a 
musí být opatřena elektronickým podpisem; o zřízení rozhodne finanční úřad do 
15 dnů od obdržení žádosti 
- zpřístupnění daňové informační schránky – je potřeba podat elektronicky 
žádost o nahlížení do daňové informační schránky; finanční úřad do 15 dnů 
umožní přístup do schránky 
Pro plnohodnotné využívání služeb daňového portálu, především služby elektronické 
podání, je nutné mít správně nakonfigurovaný počítač. Technické detaily jsou přesně 
vymezeny na webové stránce2 před tím, než uživatel vstoupí do informačního systému. 
 
4.3 Služby daňového portálu 
4.3.1 Daňová informační schránka 
Stav osobního daňového účtu  
Prostřednictvím tohoto modulu lze ověřit, zda finanční úřady evidují k určitému datu na 
osobním daňovém účtu nedoplatek, přeplatek nebo zda jeho stav je vyrovnán. Osobní 
daňový účet je přehled  daňových povinností a plateb, které se k nim vztahují. Obsahuje 
taktéž platby, které je poplatníkovi povinen zaslat finanční úřad. Díky tomuto 
dálkovému přístupu bude mít daňový subjekt pod kontrolou platby vůči finančnímu 
úřadu, aniž by ho musel navštívit. 
                                               
2 Konfigurace počítače pro využití aplikace Elektronické podání [online]. [2008-05-07]. Dostupný na 
WWW: <http://adisepo.mfcr.cz/adis/jepo/info/provoz.htm> 
~ 27 ~ 
 
4.3.2 Plátci daně z přidané hodnoty 
Celostátní registr plátců DPH obsahuje informace o plátcích daně z přidané hodnoty. 
Plátce lze vyhledat pomocí zadání jeho DIČ ve formátu CZ a kmenový kód. Tento kód 
je tvořen pro FO rodným číslem nebo vlastním číslem plátce a pro PO je to IČ. 
 
4.3.3 Osobní daňový kalendář 
Kalendář umožňuje získat personalizované informace o termínových přehledech 
zákonných lhůt a lhůt stanovených správcem daně. Subjekt si vybere pouze ty data, 
která ho zajímají, tzn. je li např. čtvrtletním plátcem DPH, tak má v kalendáři nastaveny 
jen tyto data. Umožní lepší přehled o termínech. 
 
4.3.4 Přehled písemností 
Tento modul umožní elektronické zpřístupnění přehledu písemností z daňového řízení 
mezi daňovým subjektem a finančním úřadem. Písemnosti vytvořené v elektronické 
podobě lze i prohlížet, součásti je i krátký popis. Do současné doby bylo nutné k 
nahlížení do  písemností navštívit finanční úřad. 
 
4.3.5 Elektronické podání 
V rámci elektronického podání (EPO) je možné vytvářet a zpracovávat podání 
adresovaná daňové správě. Písemnost je možné uložit, zobrazit, uložit nebo i vytisknout 
v PDF formátu a také elektronicky odeslat (podat) s využitím zaručeného 
elektronického podpisu nebo bez něj (vybraná podání). 
Od března roku 2003 je možné prostřednictvím agendy Ministerstva financí podat 
s elektronickým podpisem následující tiskopisy: 
- přiznání k dani z nemovitostí 
- přiznání k DPH 
- přiznání k silniční dani 
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- oznámení  o nezdaněných vyplácených částkách fyzickým osobám 
- podání obecné písemnosti 
V dalších letech se samozřejmě nabídka služeb rozšířila a nyní je možné dále využít 
elektronického podání: 
- souhrnné hlášení VIES3 
- daň z příjmů fyzických osob 
- daň z příjmů právnických osob 
- hlášení platebního zprostředkovatele4 
- vyúčtování daně z příjmů fyzických osob 
- žádost o zřízení/zrušení DIS (daňová informační schránka) 
- přihlášení ke službám daňového portálu 
V rámci snahy o usnadnění práce fyzickým a právnickým osobám poplatníkům, daňová 
správa i v roce 2007 dále rozvíjela aplikaci pro elektronické podání písemností. Tato 
aplikace prošla v roce 2007 dalšími úpravami směřujícími ke zvyšování uživatelského 
komfortu a to zejména rozšířením o možnost doplnit podání přílohami v elektronické 
podobě. Vkládat lze soubory ve formátu .DOC, .XLS, .PDF, .JPG, .TXT, .RTF. Každý 
z těchto formátů lze také vložit v komprimovaném tvaru .ZIP. Velikost vkládaných 
souborů je limitována max. 2 MB. 
Podání bez elektronického podpisu 
Daňový subjekt podá příslušný dokument elektronickou cestou, avšak musí ještě své 
podání doprovodit také papírovým podáním. Smysl tohoto způsobu podání vyplývá ze 
zákona o správě daní a poplatků (ZSDP), kde se dovozuje, že pokud takové podání 
učiní daňový subjekt elektronickou cestou, musí nejpozději do tří dnů podat také 
příslušné papírové podání. Pokud tak neučiní, podání je neplatné. Velkou výhodou je, 
že má k dispozici již vyplněný a zkontrolovaný dokument - IS upozorní na chyby, 
zkontroluje všechny povinné položky, vypočte daně, atd. Tento dokument se pak 
                                               
3 Komunitární systém výměny informací v oblasti DPH, který prostřednictvím elektronického systému 
VIES (VAT Information Exchange System) umožňuje správcům daně členských států Evropské unie 
zkontrolovat, zda dodavatel byl oprávněn osvobodit zdanitelné plnění, a naopak v zemi určení umožnil 
prověřit, zda pořizovatel nabyté zboží řádně přiznal a zdanil. 
4 §38fa ZDP 
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vytiskne, vlastnoručně podepíše a následně odešle na příslušný úřad. V tomto případě se 
daňový subjekt nemusí zabývat elektronickým podpisem a instalací příslušných 
certifikátů. Na druhou stranu ale musí obětovat nějaký čas na doručení tiskopisu, 
případně zaplatit poštovné. 
Podání s elektronickým podpisem 
Tato varianta umožní podání bez nutnosti návštěvy úřadu či zasílání dalších dokumentů. 
K podání je tedy potřeba elektronický podpis (viz předchozí kapitola), kterým se 
příslušné podání podepíše. Tento způsob je velice výhodný v případě podání přiznání 
k DPH, protože se podává každý měsíc, případně každé čtvrtletí. Firma takto ušetří 
spoustu času za cestování k úřadu, případně za poštovné. 
 
4.4 Intrastat 
Kromě daňového portálu je ještě v daňové správě neméně důležitý Intrastat. Je to 
informační systém pro vykazování zahraničního obchodu mezi Českou republikou a 
ostatními členskými státy Evropského společenství. 
Slouží ke sběru dat pro statistiku obchodu se zbožím mezi členskými státy, zahrnující i 
sběr údajů o pohybu zboží mezi nimi, i když se nejedná přímo o zboží, které je  
předmětem obchodu mezi nimi. Do Intrastatu se vykazují údaje o zboží, které má status 
Společenství (viz část 4.3. příručky) a nepodléhá tak celnímu dohledu ani nevzniká 
povinnost předkládat ho celním orgánům k provedení celního řízení s podáním celního 
prohlášení. 5 
Systém Intrastat je povinný pro všechny členské státy Evropské unie, není však 
jednotný v oblasti sběru prvotních údajů. Povinnost vykazovat data pro Intrastat v ČR 
se týká osob registrovaných nebo identifikovaných v ČR k DPH. Zpravodajskými 
jednotkami se tak stávají i PO (např. veřejnoprávní instituce, státní orgány, orgány 
samosprávy apod.), které jsou podle zákona o DPH osobami identifikovanými k dani. 
Povinnost vykazovat data pro Intrastat však nevzniká osobě, která není v České 
republice registrována k DPH a nemá tak povinnost podávat přiznání k DPH (tzv. 
                                               
5 Příručka Intrastat 2008 ČR 
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neplátce DPH). Povinnost vykazovat data pro Intrastat se týká osob registrovaných nebo 
identifikovaných k DPH v ČR, které překročí osvobozující hodnotový práh. Tento práh 
je nastaven na hodnotu 4 milióny Kč při odeslání a 2 milióny při přijetí zboží. 
Překročení si sleduje každý subjekt sám. 
Na webu http://www.cs.mfcr.cz/ lze podávat hlášení elektronicky prostřednictvím 
webové aplikace InstatOnline. Dle údajů celní správy je to používanější forma než 
papírová. Pro přístup k této online aplikaci je potřeba podat žádost o povolení 
elektronické komunikace. Kontaktovat místně příslušný celní úřad a na základě uvedené 
žádosti provést registraci k elektronickému podávání výkazů pro Intrastat. Po obdržení 
povolení následuje už jen přihlášení do IS a subjekt může ihned podávat hlášení. 
 
4.5 Přínos pro právnické osoby a OSVČ 
Právnické osoby během roku podávají desítky i stovky daňových přiznání a dalších 
podání. Většinou se jim o daňové záležitosti stará externí poradenská firma nebo mají 
své účetní a daňové oddělení. Vzhledem k příkladu6 porovnání nákladů na outsourcing 
poradenství a nákladů na mzdovou účetní, lze soudit, že firmy raději volí externí 
poradce.  
Pokud si větší PO vede své daně sama, musí podávat přiznání k dani z příjmů, k DPH, k 
silniční dani, většinou i daň z nemovitostí (sídlo firmy), dále pak přiznání k dani 
z příjmů za zaměstnance, atd. V případě papírových přiznání je potřeba vypisovat 
všechny údaje znova. V případě elektronických tiskopisů si lze některé společné prvky 
uložit jako vzor (např. sídlo firmy, IČ apod.),  ale je stále nutné posílat nebo odnášet 
dokumenty na finanční úřad. Tady se určitě vyplatí vyřizovat podání elektronickou 
cestou. 
OSVČ podává každoročně také několik druhů přiznání a různých podání. Taková osoba 
určitě věnuje 100% času svému podnikání a nemá tak čas se zabývat daňovou 
                                               
6 Srovnání nákladů na mzdovou účetní a outsourcing u společnosti s 55 zaměstnanci. Rozdíl v nákladech 
činí přes 100 tis. Kč ve prospěch outsourcingu. [online]. [2008-05-07].  Dostupný na WWW: 
<http://www.csob.cz/WebCsob/SME/SME_tema_mesice_outsourcing.pdf> 
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problematikou, proto opět volí externí poradce. OSVČ pracuje samostatně nebo ve 
sdružení a má v plánu takto pracovat i nadále (tzn. několik let). Pokud chce ušetřit (a 
naučit se něco nového), může si podnikatel daně spravovat sám. Ve většině případů 
stačí vést daňovou evidenci (evidenci příjmů), což není nijak složité. Navíc pokud 
OSVČ podniká v oblasti IT, určitě se uplatní elektronický podpis i jinde. 
 
4.6 Přínos pro občany 
Běžný občan je ve většině případů zaměstnanec, takže za něj podává přiznání k dani 
z příjmů zaměstnavatel (nejčastěji). Občas ale chce podat přiznání sám nebo může mít i 
další příjmy, které je potřeba zdanit. Může se jednat např. o daň z nemovitostí, o příjmy 
z pronájmu nemovitosti, příjmy z výnosu při prodeji cenných papíru, další příležitostně 
příjmy apod. K tomuto účelu může využít daňového poradce nebo vyplnit přiznání na 
daňovém portálu, kde jsou formuláře interaktivní, kontroluje se správnost celého 
daňového přiznání při zadávání jednotlivých položek, součástí je i nápověda pro 
vyplňování.  
Dnes je daňový portál teprve v počátcích svého fungování a některé procesy pro 
zprovoznění služeb mohou být trochu problematické. Otázkou tedy je, zda se občanovi 
vyplatí čas strávený vyřízením elektronického podpisu, seznámením se s celým 
systémem. Také záleží, jak moc se (ne)vyzná v daňové problematice – zda by zvládnul 
vyplnění přiznání sám. 
 
4.7 Přínos pro daňové poradce 
Účetní a daňoví poradci pracují jak samostatně, tak ve sdruženích, i jako zaměstnanci 
větších poradenských společností. Tato kategorie uživatelů e-Governmentu zahrnuje FO 
i PO působící v této oblasti.  
Jeden daňový poradce má obvykle více klientů. Pokud je poradce ve velkém městě, je 
nutné navštívit více místně příslušných finančních úřadů, což může být časově náročné. 
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Elektronická komunikace ušetří čas, strávený cestou finanční úřady (na poštu), cenu 
papíru, náklady na cestování, poštovné.  
Samozřejmě i tento způsob má své počáteční náklady. Je nutné zaplatit za kvalifikovaný 
elektronický podpis, ceny se pohybují od 190Kč s platností na jeden rok. Dále je 
potřeba s klienty sepsat generální plnou moc v souvislosti s daňovým řízením. Co se 
týká daňového portálu, musí se podat žádosti o zřízení daňových informačních 
schránek, potom se musí vyřídit i plná moc ke každé daňové informační schránce 
klientů. Tato spousta vyřizování může odradit, ale je potřeba to překonat, protože do 
budoucna získá poradce výhodu. Znamená to i určitou konkurenční výhodu oproti 
ostatním - daňový portál mu ve výsledku ušetří čas a peníze. Může snížit cenu svých 
služeb a získá tím více klientů.  
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5 Analýza využívání služeb e-Governmentu 
v podnikatelské sféře 
5.1 Dotazník 
Součástí práce je dotazník, který zkoumá využívání služeb e-Governmentu mezi 
podnikateli. Dotazník se nezaměřuje jen na právnické osoby, ale i na fyzické 
osoby - podnikatele (OSVČ). Obsahuje čtyři části, ve kterých je vždy několik otázek. 
Otázky jsou kladeny tak, aby mohl dotázaný odpovědět ano/ne anebo mohl vybrat 
konkrétní odpověď. Samozřejmě je k dispozici i možnost odpovědět jinak, pokud není 
žádná z odpovědí vhodná. Každý názor je důležitý, proto dotazník zkoumá jak 
pozitivní, tak i negativní názory na e-Government.  
Dotazník byl vytvořen jako dokument aplikace Microsoft Word. Ale vzhledem 
k dnešnímu stavu rozšířenosti internetu byla velice vhodná webová verze dotazníku. 
Kromě vyplnění a následného odeslání dotazníku e-mailem, bylo možné jej tedy vyplnit 
i na webové adrese http://www.bc-dotaznik.ic.cz/. Tuto možnost využili téměř všichni, 
kteří z dotazovaných odpověděli. Je to pochopitelně rychlejší a pohodlnější (a více to 
odpovídá konceptu e-Governmentu). 
V první části dotazník zjišťuje základní údaje o společnosti: oblast působení, právní 
forma a počet zaměstnanců. Tyto informace jsou důležité pro rozčlenění osob a 
následnou další analýzu. Dotazník je zcela anonymní, tzn., že není nutné uvádět název 
společnosti, popř. jméno OSVČ. Vzhledem k tomuto faktu velice pravděpodobně 
vyplnilo dotazník více osob. 
Druhá část dotazníku obsahuje čtyři jednoduché otázky v souvislosti s podáváním 
daňového přiznání. Ptá se, jestli osoba využívá služeb daňového poradce, jestli má 
problémy s podáním daňových přiznání. Dále následuje otázka, zda dotazovaná osoba 
zná pojem „e-Government“ a jestli podává přiznání pomocí portálu české daňové 
správy.  
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Ve třetí části se dotazník ptá na elektronickou komunikaci s daňovými úřady. Zjišťuje 
základní reakce na e-Government v oblasti daní. Jaké jsou zkušenosti s portálem daňové 
správy a co všechno osoba využívá. Pro přístup k podávání daňových přiznání je 
potřeba elektronický podpis, proto je dobré vědět, zda měly osoby nějaké problémy 
s vyřízením elektronického podpisu. Pokud mají osoby přístup ke službám portálu, je 
nutné zjistit, jak moc jsou spokojeny či nespokojeny se službami a portálem obecně. 
Poslední, čtvrtá část obsahuje možnost napsat nějaký komentář k otázkám, dané 
problematice, či jakýkoliv jiný komentář. 
 
5.2 Vyhodnocení dotazníku 
Přesný počet dotazovaných nelze určit, protože dotazník byl odeslán emailem a 
následně jej oslovená osoba mohla přeposlat dalším lidem. Díky webové verzi 
dotazníku bylo zpracování dat velice jednoduché. Na dotazník odpovědělo celkem 76 
osob. Z toho 30 OSVČ. 
Odpověděly jen OSVČ, společnosti s ručením omezeným a akciové společnosti. První 
číslo v grafu udává počet osob a druhé číslo je procentuální vyjádření. Podíl fyzických a 
právnických osob je docela vyrovnaný, což pro analýzu zcela vyhovuje. 
 
Graf 6.1 Rozdělení odpovědí podle právní formy podnikání 
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Jak lze z následujícího grafu vidět, dotazované osoby byly z různých oborů. Největší 
skupinou byly firmy, které poskytovaly služby v kategorií „ostatní“, jednalo se zejména 
o fyzické osoby. 
 
Graf 6.2 Rozdělení odpovědí podle oblasti působení 
Zajímavým údajem je využití externí poradenské společnosti. Poradenská společnost 
v tomto případě může představovat samostatné účetní a daňové poradce, dále různé 
poradenské společnosti včetně velkých mezinárodních firem. Koláčový graf ukazuje, že  
84% důvodů proč dotazovaná osoba nevyužívá portálu daňové správy, je právě externí 
firma. Znamená to, že se podnikatelé o své daně sami nestarají, ale využívají pomoc 
poradců. Pro obor účetního a daňového poradenství je pozitivní zjištění, poněvadž je 
zřejmé, že o prácí v této oblasti nebude nouze. 
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Graf 6.3 Využití externí poradenské firmy 
Informace, že podnikatelé nechávají daně na starost poradcům, se odráží i návštěvnosti 
portálu české daňové správy. Následující graf ukazuje, jaké služby portálu podnikatelé 
využívají a co jim přináší. V dotazníku bylo „předefinováno“ 5 typů služeb a 
samozřejmě kategorie, kdy osoba služby portálu nevyužívá. Z těchto služeb první 3 
většina osob využívá. Zbývající dvě služby jsou specifické a je k nim potřeba 
certifikovaný přístup.  
První 3 služby jsou lehce dostupné přímo na webových stránkách a představují dobrý 
zdroj informací. Podnikatel si tak může hlídat např. termíny daňový přiznání DPH, aby 
včas dodal podklady externímu poradci. Z celkového počtu dotázaných, kteří navštěvují 
daňový portál, je využívají téměř všichni. 
Další dvě služby jsou k dispozici pouze po certifikaci a jsou popsány v předchozích 
kapitolách. Využijí je zejména osoby, které si daňová přiznání zpracovávají samy. Graf 
ukazuje pouze 6 osob. 
Poslední kategorie ukazuje 30 osob, které portál daňové vůbec nenavštěvují. Velice 
pravděpodobně z důvodů externího zpracování daní a lze usuzovat, že je tato 
problematika nezajímá. 
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Graf 6.4 Využití služeb portálu daňové správy 
Další graf ukazuje, kolik dotazovaných zná pojem e-Government. Mezi 
podnikatelskými subjekty je tento pojem docela rozšířen, což se dalo předpokládat. 
Spousta podnikatelů musí neustále sledovat dění nejen ve svém oboru, ale i v oblasti 
legislativy. Nakonec, o e-Governmentu se v poslední době diskutuje, takže je i k vidění 
v mediích a na internetu. 68% osob odpovědělo, že jim tento pojem něco říká. Ovšem 
dotazník nezkoumá, do jaké míry e-Government opravdu znají. Ve výsledku lze ale říci, 
že dvě třetiny podnikatelské sféry ví, co e-Government znamená. 
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Graf 6.5 Znalost pojmu e-Government 
 
5.2.1 Hodnocení portálu daňové správy a služeb 
Dotazovaní, kteří hodnotili portál daňové správy, odpovídali většinou kladně. 
Hodnocení se týkalo portálu jako celku, tzn. že se netýká jen elektronického podání, ale 
všech jeho částí (informace, daňové kalendáře, apod.). Z předvolených odpovědí to byly 
zjednodušení a zrychlení správy daní. Z toho 42% osob zvolilo zjednodušení správy 
daní a 25% zrychlení správy daní. 33% osob napsalo i jiný přínos, většinou se jednalo o 
získání informací. Vyloženě záporné hodnocení daňového portálu neuvedl nikdo, což je 
jedině dobře. V ojedinělých komentářích a odpovědích se objevila poznámka 
ke složitosti a nepřehlednosti portálu. Někomu se může zdát portál nepřehledný, zvlášť 
pokud tam byl jen jednou.  
Další negativní hodnocení se týkalo elektronického podpisu a jeho vyřízení a 
zprovoznění na počítači. V současné době se zprovoznění el. podpisu zdá některým 
lidem velice složité. I pokročilým uživatelům počítače může činit problémy. 
Jedna z předvolených odpovědí v dotazníku byla „nedůvěra v internet“. Tuto možnost 
nikdo nezvolil. Je to dáno pravděpodobně tím, že lidé dnes již široce používají 
elektronické bankovnictví, takže internetu věří i pokud se jedná o peníze. 
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5.3 Analýza využívání e-Governmentu v ČR 
Za rok 2007 bylo podáno téměř 10 mil. daňových přiznání v písemné podobě. Počet 
elektronických podání uskutečněných prostřednictvím aplikace EPO je celkem 132 115, 
což představuje 1,32%. Různých písemností, které se podávají na finanční úřady je 
spousta (nejen daňová přiznání). Pro další analýzu je vhodné zjistit alespoň 
nejdůležitější počty podaných daňových přiznání v ČR.  
DPH 
Možnost elektronického podání byla zpřístupněna od roku 2003. Pro rok 2008 jsou 
k dispozici údaje pouze pro první čtvrtletí a to počet podání s elektronickým podpisem 
23 933 a bez elektronického podpisu počet 1933. Vzhledem k pravidelnosti podávání 
přiznání (měsíčně, čtvrtletně) lze určit předpokládanou hodnotu pro konec roku 2008. 
Následující tabulka ukazuje počty podání od roku 2003 do roku 2007. V roce 2008 je 
udána předpokládaná hodnota. V grafu je tato hodnota odlišena jiným odstínem. Graf 
také ukazuje trend vývoje počtu podání. Trend odpovídá polynomické regresi se 
stupněm 2. V dalších letech by měly počty podání výrazně narůstat. Je zde patrný rozdíl 
mezi podáním se zaručeným elektronickým podpisem a bez elektronického podpisu. Je 
to dáno především tím, že se tyto přiznání podávají často během roku a společnosti 
ušetří spoustu času za posílání papírového dokumentu. 
   2003 2004 2005 2006 2007 2008 
DPH se zaručeným el. podpisem 3 353 10 162 26 965 53 122 77 342 95 732 
bez el. podpisu 1 773 3 360 4 742 5 410 7 010 7 732 
Tab. 6.1 Počet podaných přiznání DPH prostřednictvím aplikace EPO 
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Graf 6.6 Vývoj počtu podání DPH prostřednictvím aplikace EPO 
Daň z příjmů fyzických a právnických osob. 
Podání těchto typů přiznání je k dispozici od roku 2004. Počty podání fyzických osob je 
výrazně vyšší než počty právnických osob. Důvodem je jednak poměr počtu FO a PO a 
jednak, že PO se většinou o své daně samy nestarají, ale spolupracují s externí firmou, 
která má většinou zaběhnutý proces správy daní u klientů. Následující tabulka a graf 
ukazují, jak probíhal vývoj podání prostřednictvím aplikace EPO od roku 2004 do roku 
2007. Pro rok 2008 jsou k dispozici údaje za první čtvrtletí. Bohužel nelze odhadnout 
tak dobře celkový počet přiznání jako u DPH. Opět je ale vidět každoroční nárůst. 
Rozdíly mezi podáním s elektronickým podpisem a bez elektronického podpisu u FO 
nejsou tak výrazné jako v případě PO a DPH, protože přiznání k dani z příjmu se 
podává jednou ročně. FO tedy většinou nemají důvod si momentálně zřizovat el. podpis, 
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Tab. 6.2 Počet podaných přiznání k dani z příjmů prostřednictvím aplikace EPO 
 
Graf 6.7 Vývoj počtu podaných přiznání z příjmů prostřednictvím aplikace EPO 
 
5.4 Shrnutí analýzy 
Pojem e-Government zná 68% dotazovaných, ale jen zhruba 7% komunikuje 
s daňovými úřady elektronickou cestou. Mezi důvody proč lidé nevyužívají tuto cestu 
komunikace, se objevovaly především spolupráce s externí poradenskou firmou, která 
kompletně zpracovává jejich účetní a daňové záležitosti. To je docela zajímavé zjištění 
z toho pohledu, že by mohl vzniknout další projekt s obdobným průzkumem mezi 
  2004 2005 2006 2007 2008 (1Q) 
daň z příjmů FO se zaručeným el. podpisem 172 1 495 3 105 5 573 1 960 
bez el. podpisu 21 1 009 2 149 3 619 5 312 
daň z příjmů PO se zaručeným el. podpisem 182 1 243 2 613 4 670 1 085 
bez el. podpisu 24 260 289 411 393 
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těmito poradenskými firmami, kde by byly zahrnuty velké mezinárodní společnosti, 
střední a malé firmy a také i samostatní účetní a daňoví poradci. 
Vývoj situace v ČR naznačuje, že se zvyšuje zájem o elektronické podávání daňových 
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6 Závěr 
Podstatou e-Governmentu je, aby občan neobíhal úřady s dokumenty v ruce, ale aby 
dokumenty obíhaly mezi úřady. Nejrychlejší způsob je využít internetu a informačních 
technologií. 
Průzkum webových stránek veřejné správy v roce 2007 potvrdil narůstající význam 
využívání informačních a komunikačních technologií při interakci úřadů se širokou 
veřejností. Provedení a obsah webových stránek se rok od roku zlepšuje a usnadňuje tak 
občanům, podnikatelům a firmám přístup k informacím a službám. Co se týče portálu 
daňové správy byl zaznamenán meziroční nárůst využívání všech služeb. 
Portál daňové správy nabízí občanům (podnikatelům) možnost elektronické 
komunikace s daňovými úřady. Tuto možnost využívá již přes 100 tisíc daňových 
subjektů, v letošním roce by mohl tento počet vzrůst až na 200 tisíc. Služby se neustále 
inovují a více přizpůsobují požadavkům uživatelů. Samozřejmě s celkovým rozvojem 
portálu přibývají i další nové služby. Dochází také k propojení daňových a ostatních 
úřadů. Vznikají nové informační systémy ve veřejné správě, v oblasti soudnictví, 
zdravotního a sociálního pojištění. 
e-Government má své výhody i nevýhody. Největší nevýhodou je zatím relativně složité 
zprovoznění elektronického podpisu, dále úroveň počítačové gramotnosti a rozšíření 
internetu v České republice. Mezi největší přínosy patří bezesporu úspora času a tím i 
peněz, není nutné cestování na úřady ani archivace papírových dokumentů.  
Nejrozsáhlejší službou daňového portálu je aplikace elektronické podání. Tato služba 
umožňuje podání různých písemností, včetně daňových přiznání. Daňová přiznání lze 
touto cestou jednoduše a správně vyplnit, protože systém sám navádí co, kam zapsat a 
průběžně kontroluje správnost celého procesu vyplňování. 
Z průzkumu mezi podnikatelskými subjekty vyplynulo, že pojem e-Government zná 
dvě třetiny dotazovaných, ale jen zhruba 7% jej využívá při komunikaci s daňovými 
úřady. 
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11 Přílohy 
Příloha č. 1  Dotazník k bakalářské práci 
Dotazník k bakalářské práci „e-Government 
v české daňové správě“ 
 
Chtěl bych Vás požádat o vyplnění dotazníku v této textové podobě nebo na adrese 
http://bc-dotaznik.ic.cz/. Tento dotazník bude sloužit výhradně pro účely výzkumu 
na Fakultě podnikatelské VUT v Brně. Odpovědi (jednu, kde je vhodné případně 
více) prosím označte barevně nebo X do vyznačených polí [     ], takto [  X  ]. 




1. Základní informace o společnosti 
1.1 Oblast působení  
- [     ] Výroba  
- [     ] Stavebnictví 
- [     ] Zemědělství 
- [     ] Obchod (Velkoobchod/Maloobchod) 
- [     ] Cestovní ruch 
- [     ] Dopravní a logistické služby 
- [     ] Finanční služby 
- [     ] Informační a komunikační služby 
- [     ] Ostatní služby pro podnikatele 
- [     ] Ostatní (prosím upřesněte): 
1.2 Právní forma společnosti 
- [     ] Fyzická osoba - OSVČ 
- [     ] Družstvo 
- [     ] Státní podnik 
- [     ] Komanditní společnost 
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- [     ] Veřejná obchodní společnost 
- [     ] Společnost s ručením omezeným 
- [     ] Akciová společnost 
1.3 Počet pracovníků 
- [     ] 0 - 9 
- [     ] 10 - 49 
- [     ] 50 - 249 
- [     ] 250 - 499 
- [     ] 500 a více 
 
 
2. Správa daní ve společnosti 
2.1 Využíváte pro zpracování daňových přiznání daňového poradce? 
- [     ] Ano 
- [     ] Ne 
2.2 Máte potíže s každoročním podáváním daňových přiznání? 
- [     ] Ano (např. složité formuláře, složitý zákon) 
- [     ] Ne 
2.3 Využíváte elektronického podání daňového přiznání pomocí portálu 
české daňové správy? 
- [     ] Ano 
- [     ] Ne 
2.4 Znáte pojem „e-Government“? 
- [     ] Ano 
- [     ] Ne 
 
 
3. Elektronická komunikace s daňovými úřady 
3.1 Na portálu české daňové správy nejvíce využíváte 
- [     ] Možnost stáhnout formuláře k daňovým přiznáním 
- [     ] Vyhledávání aktuálních informací – legislativa, pokyny MF 
- [     ] Daňový kalendář (hlídání termínů pro daň. přiznání) 
- [     ] Elektronické podání daňových přiznání 
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- [     ] Osobní daňový účet (stav plateb vůči FÚ) 
- [     ] Nevyužíváme 
3.2 Pokud jste již využili služeb portálu české daňové správy, co Vám tato 
možnost přinesla? 
- [     ] Zjednodušení správy daní (např. bezchybné daňové přiznání) 
- [     ] Zrychlení správy daní (např. podání daňových přiznání včas) 
- [     ] Negativní přínos (např. špatné informace) 
- [     ] Jiný přínos (prosím upřesněte): 
3.3 Jaké máte zkušenosti s vyřízením elektronického podpisu? 
- [     ] Je to dobrá věc, naprosto bez problémů 
- [     ] Podařilo se vyřídit, ale s problémy (s poskytovateli, technikou, SW) 
- [     ] Nepodařilo se zprovoznit elektronický podpis 
3.4 Spokojenost s elektronickým podáním daňových přiznání. 
- [     ] Služby jsou výborné, vyhovující informační systém 
- [     ] Služby jsou dobré, ale systém je složitý (požadavky na SW, apod.) 
- [     ] Služby jsou špatné – problémy s informačním systémem 
3.5 Pokud nevyužíváte služeb portálu české daňové správy, uveďte důvod. 
- [     ] Nedůvěra v internet 
- [     ] Daně řeší externí poradenská firma 
- [     ] Portál české daňové správy je příliš složitý  
- [     ] Jiný důvod (prosím upřesněte):  
 
 






Mnohokrát děkuji za Váš čas a za Vaše odpovědi. 
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Příloha č. 2  Leták Daňový portál 
 
