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1 Innledning 
1.1 Tema 
Internkontroll er betegnelsen på en lovpålagt plikt for virksomheter til å drive selvkontroll av 
egen etterlevelse av til enhver tid gjeldende lover, forskrifter og forvaltningsvedtak. Slike 
selvreguleringstiltak som internkontroll legger ansvaret for etterlevelsen av loven på den en-
kelte virksomhet, noe som fordrer at virksomhetene tilnærmer seg regelverket lojalt, både i 
forhold til etablering og gjennomføring av internkontroll. 
 
Selvregulering er historisk sett kontroversielt. Allerede i 1827 da den første bygningsloven i 
Kristiania var gjenstand for diskusjon på Stortinget ble det uttalt at «at [å] overlate kontrollen 
ved et arbeide til den, der selv utfører det, synes å være stridende imot selve begrepet av kon-
troll».
1
 Internkontroll som verktøy ble introdusert i norsk rett først på 1970-tallet gjennom 
sikkerhetsregelverket for oljeplattformer. Internkontroll ble bredt innført i norsk lovgivning på 
1990-tallet.
2
   
 
Plikten til å ha internkontrollsystemer ved behandling av personopplysninger ble innført med 
personopplysningsloven («pol.») i 2001. Den nye loven tok utgangspunkt i EUs direktiv 
95/46 («Personverndirektivet») av 1995, og fokuserte på behandling av personopplysninger 
fremfor regulering av registre.
3
 Lovens utgangspunkt er, også i dag, at alle kan behandle per-
sonopplysninger, gitt at visse vilkår er oppfylte
4
. Lovens formål er å fremme grunnleggende 
personvernhensyn og samtidig hindre krenkelser som en følge av behandling av personopp-
lysninger.
5
  
 
                                                 
1
  Graver (1989) s. 68. 
2
  Andresen (2011) s. 88-89. 
3
  Lov om personregistre regulerte register som inneholdt personopplysninger, mens personopplysningsloven 
regulerer enhver behandling av personopplysninger, konf. Personregisterloven § 1 og Personopplysningslo-
ven § 1. Se også punkt 2.1. 
4
  Schartum (2013) s. 14. 
5
  Pol. § 1. 
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Loven inneholder også plikt til å justere internkontrollsystemet i tråd med senere lovendring-
er, samt plikt til dokumentasjon og kontroll av tiltakene.
6
 Dokumenteringsplikten har som 
formål å forenkle statens arbeid med etterfølgende tilsyn.
7
 
 
Internkontrollsystemet gir virksomheten ansvaret for å vurdere hvilke tiltak som er nødvendi-
ge for å oppfylle lovens vilkår.
8
 Ordningen er fleksibel i den forstand at loven stiller ulike 
krav til ulike virksomheter, som for eksempel knyttet til virksomhetens størrelse og type opp-
lysninger som behandles.
9
 Lovens forutsetning er at den aktuelle virksomheten kjenner egen 
drift best, og er dermed best egnet til å vurdere hvilke tiltak som er nødvendige.
10
 Dette inne-
bærer et stort ansvar for virksomhetene, og det oppstår utfordringer knyttet til vurderingen av 
hvilke tiltak som er nødvendige for å tilfredsstille lovens vilkår for den konkrete virksomhet. 
Dette nødvendiggjør i stor grad særskilt kompetanse. 
 
En personvernundersøkelse fra 2005
11
 illustrerer at til tross for en grunnleggende positiv 
holdning til personvern hos virksomhetene, mangler de fleste kunnskap om hvilke plikter re-
gelverket pålegger dem. Halvparten av de 424 spurte virksomhetene svarte at de hadde innført 
internkontrollsystemer, men flere av disse opplyste samtidig at de manglet rutiner for sletting 
av opplysninger, noe som er et av de grunnleggende kravene i internkontrollsystemet.
12
 Un-
dersøkelsen illustrerer at det kan være vanskelig for virksomhetene å vurdere hva som kreves 
for å oppfylle loven, både i form av etablering og etterlevelse av internkontrollen.  
 
Temaet for denne oppgaven er å undersøke gjeldende rett, nærmere bestemt å kartlegge hva 
som kreves for å oppfylle kravet til internkontroll etter personopplysningsloven § 14. Under-
veis vil oppgaven peke på enkelte problemområder knyttet til lovtekst og etterlevelsen av 
                                                 
6
  Pol. § 14. 
7
  NOU 1997:19 s. 116. 
8
  Innst.O.nr.51 (1999-2000) s. 18. 
9
  Schartum (2013) s. 80. 
10
  Andresen (2011) s. 77. 
11
  «Behandling av personopplysninger i norske virksomheter», utført av Transportøkonomisk institutt på opp-
drag av Moderningseringsdepartementet og Datatilsynet. Data innsamlet av 424 offentlige og private virk-
somheter. Undersøkelsen søkte bl.a. å avdekke i hvilken grad virksomheten etterlevede kravene til behand-
ling, og virksomhetens kunnskap og holdninger til lovverket. 
12
  Inger-Anne Ravlum (2005) s. II. 
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denne. Til slutt vil utvalgte praktiske problemstillinger ved gjennomføringen av internkontroll 
bli kommentert. 
 
1.2 Problemstilling 
For å få belyst flere sider av internkontrollbestemmelsen er oppgaven delt i to problemstil-
linger. Hvor første problemstilling belyser innholdet og ulike problemer med gjennomføring-
en, vil andre problemstilling peke på mulige løsninger på utvalgte praktiske problem.  
 
Problemstilling I Hva kreves for å oppfylle kravene til internkontroll i pol. § 14? 
Personopplysningsloven § 14
13
 oppstiller en rekke krav til internkontroll. Problemstillingen 
søker å avdekke hva som ligger i de ulike kravene og hva som er kreves for å oppfylle de en-
kelte vilkår. Oppgaven søker å identifisere eventuelle problemområder med ordningen, både i 
form av forståelse av loven og praktisk etterlevelse. 
 
Problemstilling II Er det behov for en lovendring? 
Gjennomføringen av internkontroll medfører en rekke praktiske problemer. Et utvalg av disse 
vil undersøkes nærmere opp mot spørsmålet om det er behov for lovendring. 
 
 
1.3 Tilnærming og metode 
1.3.1 Tilnærming 
Oppgaven vil ha en praktisk tilnærming til internkontrollplikten, den vil undersøke hvordan 
pol. § 14 etterleves i praksis og om reglene er tilstrekkelig tilgjengelige. De problemområdene 
vil de drøftes og endringsforslag fremmes. For å få informasjon om erfaringer knyttet til gjen-
                                                 
13
  Pol. § 14.Internkontroll:  
Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak som er nødvendi-
ge for å oppfylle kravene i eller i medhold av denne loven, herunder sikre personopplysningenes kvalitet. 
Den behandlingsansvarlige skal dokumentere tiltakene. Dokumentasjonen skal være tilgjengelig for medar-
beiderne hos den behandlingsansvarlige og hos databehandleren. Dokumentasjonen skal også være til-
gjengelig for Datatilsynet og Personvernnemnda. 
Kongen kan gi forskrift med nærmere regler om internkontroll. 
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nomføringen av internkontrollplikten har jeg vært i kontakt med tre ulike virksomheter, som 
alle har etablert tiltak for å oppfylle internkontrollplikten i § 14. 
 
En gjennomgang av virksomhetenes erfaringer vil tjene tre målsetninger: illustrasjon av etter-
levelsen av regelverket, belyse praktiske problemer, og være et utgangspunkt for endringsfor-
slag. 
 
Virksomhetene har blitt valgt ut etter flere kriterier: Hovedkriteriet er at de har innført eller 
har forsøkt å innføre internkontroll etter pol. § 14. Videre er det et kriterium at virksomheten 
er av en viss størrelse. Ved å velge store virksomheter økes sjansene for at de har lagt ned litt 
ressurser i forsøket, noe som øker sjansen for at de har lykkes eller kommet langt i prosessen. 
Det siste kriteriet er at det er virksomheter som behandler forskjellige typer informasjon. 
 
 
1.3.2 Metode for intervju 
Samarbeidet med virksomhetene har bestått av et intervju med den hos virksomheten som står 
nærmest internkontrollordningen. Spørsmålene har i utgangspunktet vært åpne, men deretter 
blitt fulgt opp med mer spesifikke oppfølgingsspørsmål. 
 
Schibsted ASA («Schibsted») 
Schibsted er et mediekonsern som består av fysiske og nett-baserte aviser og rubrikktjenester i 
Norge og utlandet. Firmaet har rundt 7800 ansatte.
14
 Som mediehus innehar de informasjon 
som er beskyttet av kildevernet, samt informasjon om brukere av nettaviser, applikasjoner, 
strømme- og rubrikktjenestene.
15
 Intervjuobjektet var Lars Vinden, personvernombud i Schib-
sted. 
 
Handelshøyskolen BI («BI») 
BI er en uavhengig høyskole, med studiesteder i Oslo, Bergen, Trondheim, Stavanger, Kris-
tiansand og Drammen. Høyskolen hadde i 2012 19 980 studenter.
16
 Virksomheten behandler 
                                                 
14
  Schibsted (2010). 
15
  Vinden (1.4.2014). 
16
  BI (2013). 
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personopplysninger i form av registre over studenter, tidligere studenter og interessenter. Re-
gistrene inneholder blant annet navn, fødselsdato, adresse, telefonnummer, karakterer og beta-
lingsinformasjon. . Intervjuobjektet var Terje Johansen, personvernombud for studentopplys-
ninger ved BI. 
 
Telenor ASA («Telenor») 
Telenor er Norges største leverandør av tele- og datatjenester, med 3 220 000 mobilabonne-
menter og over 4000 ansatte i Telenor Norge As alene.
17
 I tillegg til mobilabonnementer inne-
har virksomheten via blant annet Canal Digital og en rekke andre selskaper, store mengder 
opplysninger til sine bredbåndskunder, kabel-tv-abonnementer, fiberkunder og fasttelefoni-
kunder. Opplysningene består blant annet av navn, adresser, betalingsinformasjon, trafikkin-
formasjon, samt metalogger (for eksempel tilgangslogger) som kan inneholde kommunika-
sjons og lokasjonsdata.
18
 Intervjuobjektet var Anders Holt, personvernombud for Telenor i 
Norge. 
 
 
1.3.3 Rettskildegrunnlag og metode 
For å redegjøre for innholdet i pol. § 14 anvendes alminnelig juridisk metode. Det tas ut-
gangspunkt i rettskildene lov, forarbeider, rettspraksis og juridisk teori,
19
 og ved motstrid mel-
lom disse vektlegges de etter deres innbyrdes vektforhold. 
 
Utgangspunktet for å fastslå innholdet i en bestemmelse er ordlyden i lovteksten,
20
 person-
opplysningsloven § 14. Til tross for en tilsynelatende klar lovtekst, samt at flere sentrale be-
greper er definert i lovens § 2, kan det være uklart hva som er innholdet i bestemmelsen. For å 
kartlegge innholdet i ordlyden, benyttes Språkrådets bokmålsordliste. Språkrådets betydning 
må likevel benyttes med forsiktighet, da flere begrep i personopplysningsloven flertydige
21
 
eller fungerer som rene henvisninger. Noen begreper peker videre til et etablert meningsinn-
hold som ved første blikk er skjult. Eksempel på dette er «grunnleggende personvernhensyn» 
                                                 
17
  Telenor (2014). 
18
  Holt (24.3.2014). 
19
  Eckhoff (2001) s. 23. 
20
  Eckhoff (2001) s. 39. 
21
  Eckhoff (2001) s. 55. 
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i § 1, «saklig begrunnet» i § 11 og «vesentlig betydning» i § 22. Slike henvisninger skaper 
uklarhet om hva som er det faktiske innholdet i bestemmelsen, og krever nærmere undersø-
kelser av forarbeid, juridisk teori og rettspraksis.
22
 Relevante begreper vil bli videre drøftet i 
kapittel 3. 
 
I henhold til lovens forarbeid
23
 og juridisk teori
24
 skal lovens formål brukes aktivt ved tolk-
ning av loven. Formålstolkning ved motstrid i forarbeider eller uklarheter vil gi et resultat 
som fører til realisering av loven, i tråd med lovgivers hensikt.
25
 Personopplysningslovens 
formål er å fremme behandling i tråd med og hindre krenkelser av de grunnleggende person-
vernhensyn.
26
 
 
Personopplysningsloven suppleres av personopplysningsforskriften («pof.»), dennes kapittel 
tre omhandler internkontroll. Personopplysningsforskriften konkretiserer deler av internkon-
trollplikten, og går til en viss grad lenger enn lovteksten. Ved motstrid mellom disse vil lov-
bestemmelsen gå foran forskriften, som følge av prinsippet om trinnhøyde.
 27
 
 
Det følger av alminnelig juridisk metode at forarbeidene er relevante rettskilder for forståel-
sen av lovgivers forutsetninger og mening.
28
 Forarbeidene til personopplysningsloven er 
«NOU 1997:19 Et bedre personvern – forslag til lov om behandling av personopplysninger» 
(«NOU 1997:19»),
29
 "Ot.prp.nr.92 (1998-1999) Om lov om behandling av personopplysning-
er (personopplysningsloven)" («Ot.prp.nr.92»)
30
 og "Innst.O.nr.51 (1999-2000) Innstilling fra 
Justiskomiteen («Komiteen») om lov om behandling av personopplysninger (personopplys-
ningsloven)" («Innst.O.nr.51»).
31
 I forarbeidene gis det i ulik grad uttrykk for meningsinnhol-
det i de enkelte bestemmelsene og de bakenforliggende hensynene. NOU 1997:19 ble skrevet 
                                                 
22
  Schartum (2013) s. 15. 
23
  Ot.prpr.nr.92 (1998-1999) s. 102. 
24
  Schartum, Note 1 (2012). 
25
  Eckhoff (2001) s. 104. 
26
  Pol. § 1. 
27
  Eckhoff (2001) s. 350. 
28
  Eckhoff (2001) s. 70. 
29
  Henvisninger i fotnoter knytter seg til kilde i 5.8. 
30
  Henvisninger i fotnoter knytter seg til kilde i 5.7, proposisjonen slik den fremkommer på Lovdata. 
31
  Henvisninger i fotnoter knytter seg til kilde i 5.8. 
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av et sakkyndig utvalg, og benyttes hovedsakelig til å sikre ensartet tolkning.
32
 Det er avgjø-
rende for vekten til NOU 1997:19 om Departementet har gjentatt eller sagt seg enig i Utval-
gets uttalelser. Loven har forrang over forarbeidene.
33
 
 
Personopplysningsloven er en gjennomføring EU direktiv 95/46 («Personverndirektivet») av 
1995.
34
 Personopplysningsloven § 14 er basert på direktivets artikkel 19 nr.2
35
 jf. artikkel 21 
nr. 3
36
,
37
 som etablerer en plikt til å etablere internkontrollplikter for behandling av person-
opplysninger som ikke er underlagt meldeplikt. Direktivet la få føringer for gjennomføringen 
av ordningen, og lot det være opp til det enkelte medlemsland å avgjøre hvordan ordningen 
skulle utformes. Som følge av transformasjonen vil direktivet kunne belyse lovgivers vilje, 
men ha mindre vekt enn personopplysningsloven.  
 
Videre vil etterarbeider til direktivet og loven kunne illustrere endringer i rettstilstanden etter 
vedtagelsen og tydeliggjøre lovgivers mening.
38
 Etterarbeider til direktivet utarbeides av «Ar-
ticle 29 Working Party» («Arbeidsgruppe 29»). Arbeidsgruppe 29 har etter Personverndirek-
tivets artikkel 29 mandat til å utarbeide retningslinjer og ta stilling til tolkingsspørsmål av 
direktivet.
39
 Norge er ikke formelt bundet av gruppens avgjørelser, men de etterleves likevel 
via forvaltningspraksis. Arbeidsgruppens uttalelser blir innarbeidet i Datatilsynets veiled-
ning,
40
 og Personvernnemnda («PVN») benytter seg av deres uttalelser i sine avgjørelser.
41
 
                                                 
32
  Eckhoff (2001) s. 74. 
33
  Eckhoff (2001) s. 83. 
34
  Norge var forpliktet til å gjennomføre direktivet i norsk rett etter EØS-avtales vedlegg XI. Direktivet ble 
transformert til norsk rett, dvs. innført ved en intern rettsakt, jf. Eckhoff (2001) s.310. 
35
  Art. 19 nr. 2: Medlemsstaterne præciserer, efter hvilke procedurer ændringer i de i stk. 1omhandlede oplys-
ninger skal anmeldes til tilsynsmyndigheden. NOU 1997:19 s.302. 
36
  Art. 21 nr. 3: For så vidt angår behandlinger, som ikke er omfattet af anmeldelsespligt, fastsætter medlemss-
taterne bestemmelser om, at de registeransvarlige eller envher anden myndighed, som medlemsstaterne ud-
peger, på passende måde mindst skal stille de i artikel 19, stk. 1, litra a)-e), omhandlede oplysninger til rå-
dighed for enhver person, der anmoder herom. NOU 1997:19 s.302-303. 
37
  NOU 1997:19 s. 117. 
38
  Eckhoff (2001) s. 95. 
39
  Arbeidsgruppen består av medlemmer fra de ulike medlemslandene, og har kompetanse til å binde medlems-
statene i saker som gjelder direktivet. 
40
  Datatilsynet (2011a) punkt 5.8. 
41
  Se for eksempel PVN-2005-11 s. 12. 
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Datatilsynet har en observatørrolle i arbeidsgruppen, samtidig som de aktivt deltar i arbeids-
gruppens underkomiteer.
42
 
 
Jeg har utført søk på Lovdata; både ved å se etter avgjørelser knyttet til paragrafen og ved 
frisøk på relevante begreper. Ingen av delene har gitt resultat.
43
 Fraværet av rettspraksis fører 
til at forvaltningspraksis vil tillegges stor vekt i oppgaven.
44
 
 
Forvaltningspraksis kommer fra to ulike og uavhengige organ. Det første er Datatilsynet, som 
hjemler sin kompetanse og sine oppgaver i pol. § 42. Datatilsynets skal både være veileder for 
virksomheter i spørsmål om sikring av personopplysninger og tilsynsorgan som kontrollerer 
at de samme virksomhetene etterlever regelverket.
45
 
 
Som veiledningsorgan har Datatilsynet utarbeidet flere veiledere for virksomheter som skal 
innføre internkontroll.
46
 Fremstillingene er enkle og bærer preg av å skulle brukes i etable-
ringsfasen. Veilederne oppgir hva som skal fylles inn – men går ikke i dybden av de ulike 
vurderingene. De har begrenset verdi i forhold til de ulike vurderingene pol. § 14 byr på, og 
vil hovedsakelig benyttes som illustrasjon av hvilke formelle krav som stilles.
47
 
 
Datatilsynet kontrollerer virksomheter som behandler personopplysninger. Etter gjennomført 
kontroll avgis rapport, med et varsel om vedtak.
48
 I den grad vedtakene ikke blir klaget inn for 
Personvernnemnda, viser det virksomhetens aksept av Datatilsynets tolkning av lovverket. 
Under arbeidet med oppgaven har jeg gjennomgått 20 kontrollrapporter og relevante tilknyt-
tede dokumenter. Av de 20 rapportene er elleve valgt ut fra Datatilsynets årsmelding for 2012, 
åtte er knyttet til de relevante Personvernnemndavgjørelsene og én er valgt ut på grunn av 
                                                 
42
  Prop. 1 S (2013–2014) kap.1570. 
43
  På forespørsel har Datatilsynet opplyst at de ikke har kjennskap til dommer knyttet til pol. § 14. 
44
  Fraværet av rettspraksis forsterker forarbeidenes utgangspunkt, at forvaltningspraksis er en relevant rettskil-
de, under «festnede rettsoppfatninger om personvern», jf. Ot.prpr.nr.92 (1998-1999) s. 102. 
45
  Pol. § 42 nr. 6) og nr. 3) jf. pol. § 44 annet ledd. 
46
  De tre gjeldende veilederne bærer titlene «En veiledning om internkontroll og informasjonssikkerhet», 
«Kommunens internkontroll - et verktøy for rådmenn» og «Internkontroll i mindre virksomheter». 
47
  Veilederne bærer også preg av å være utdaterte, de ble publisert i 2007, 2009 og 2012. 
48
  Enkeltvedtakene har hovedsakelig form som pålegg om retting innen en gitt frist. 
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omfattende dekning i media, saken mot Gjensidige Forsikring ASA.
49
 20 kontrollrapporter er 
imidlertid ikke tilstrekkelig til å gi et entydig bilde av Datatilsynets praksis. Videre vil for-
valtningspraksis ofte bære preg av å være forenklede vurderinger, på grunn av stor saksmeng-
der og begrensede ressurser.
50
 Kontrollrapportene vil derfor benyttes som illustrasjon av Data-
tilsynets arbeidsmetode, deres krav til internkontroll og sanksjonspraksis. 
  
Det er i tillegg gjennomført en samtale med Datatilsynets avdelingsdirektør Helge Veum og 
fagdirektør Knut-Brede Kaspersen om organisasjonens forståelse av bestemmelsen, person-
opplysningsforskriften og kontrollvirksomheten. Samtalen belyser Datatilsynets forståelse av 
loven, problemområder knyttet til etterlevelsen og hvordan gjennomføringen av internkon-
trollsystemet skjer i praksis. 
 
Det andre forvaltningsorganet er Personvernnemnda, som fungerer som et uavhengig klageor-
gan på vedtak fra Datatilsynet. PVN har sin hjemmel i pol. § 43, og dens sammensetning av 
høyt kvalifiserte medlemmer
51
 gir avgjørelsene en viss autoritet.
52
 PVN har anledning til å 
hente inn betenkninger og uttalelser fra fagfolk med erfaring på de aktuelle områdene.
53
 Av de 
åtte avgjørelsene fra PVN
54
 som er relevante for oppgaven er ingen bragt inn for domstolene. 
Da Personvernnemndas funksjon er å prøve Datatilsynets praksis,
55
 kombinert med at PVN 
har ressurser til å gå grundig gjennom de ulike klagene, kan deres avgjørelser anses å være 
rettsskapende.
56
 PVNs avgjørelser som nevner pol. § 14
57
  er hovedsakelig i konkrete saker 
                                                 
49
  Datatilsynets saksnr: 13/00328-20/CBR 
50
  Eckhoff (2001) s. 226. 
51
  Personvernnemnda, Om PVN. 
52
  Eckhoff (2001) s. 230-231. 
53
  Et eksempel på dette finnes i PVN-2005-11, som omhandlet anonyme passeringer i automatiske bomstasjo-
ner. PVN hentet da inn uttalelser fra en stipendiat ved Universitetet i Oslo, samt en «Information and Pri-
vacy Commissioner» fra Canada, som hadde erfaring med tilsvarende løsninger ved en motorvei i Ontario.   
54
  I tillegg til å undersøke relevante pol. § 14 avgjørelser fra PVN, har jeg sett på pol. § 13 avgjørelser. Disse 
avgjørelsene kan i teorien være relevante for oppgaven, da bestemmelsene på områder som dokumentasjon, 
systematikk og databehandleravtaler er sammenfallende. Da avgjørelsene hadde lite å tilføre problemstil-
lingene er de ikke inkludert i oppgaven. 
55
  Pol. § 43 første ledd. 
56
  Eckhoff (2001) s. 231. 
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som i liten grad relaterer seg til oppgavens problemstilling. De omhandler i stor grad lovtolk-
ning knyttet til behandlingsgrunnlag eller konkrete plikter den behandlingsansvarlige har, 
fremfor å angi rammene for internkontrollen. Referansene til pol. § 14 knytter seg hovedsake-
lig til å etablere rutiner til plikten som problematiseres i avgjørelsen. Avgjørelsene vil derfor 
først og fremst fungere som illustrasjon av plikter og vanlige problemområder. 
 
Juridisk teori har i utgangspunktet liten vekt som rettskildefaktor.
58
 Det følger imidlertid av 
personopplysningens forarbeider at rettsteori vil kunne være relevant.
59
 Det er skrevet lite om 
internkontroll etter personopplysningsloven, men temaet behandles av Schartum og Bygrave 
(2011), Schartum (2013) og Andresen (2010). Disse og andre tekster vil benyttes til å belyse 
innholdet i personopplysningsloven og innholdet i og bakgrunnen for internkontrollen. For en 
komplett liste, se litteraturlisten. 
 
 
1.4 Videre fremstilling 
Oppgavens kapittel to tar for seg bakgrunnen og tilblivelsen til § 14. 
 
Kapittel tre redegjør for det nærmere innholdet i § 14, herunder hensynene bak, hva som utlø-
ser krav om internkontroll, og hvem som er ansvarlig. Det gjøres videre rede for hvilke krav 
som må oppfylles, samt innholdet i de enkelte leddene og begrepene i internkontrollsystemet. 
Denne fremstillingen å inkludere etableringen, vedlikeholdet og dokumenteringen av intern-
kontrollsystemet. Kapittelet avsluttes med en redegjørelse for samspillet mellom de ulike plik-
tene, og sanksjonene en risikerer ved brudd på plikten. 
 
I kapittel fire vurderes et utvalg praktiske problemstillinger som kan oppstå under etable-
ringen av internkontrollsystemet. De ulike problemene vil møtes med forslag til endring i lov 
og forskrift.  
                                                                                                                                                        
57
  PVN-2005-6, PVN-2005-11, PVN-2008-2, PVN-2009-11, PVN-2009-18, PVN-2009-22, PVN-2011-4, 
PVN-2011-10, PVN-2012-9, PVN-2012-10, PVN-2013-1, og PVN-2013-19. 
58
  Eckhoff (2001) s. 270.  
59
  Det understrekes i kommentaren til pol. § 1 at det skal legges vekt på «festnede rettsoppfatninger om per-
sonvern, slik disse blir nedfelt i praksis fra domstoler, rettsteori og administrative avgjørelser». (min uthe-
ving) Ot.prpr.nr.92 (1998-1999) s. 102. 
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2 Introduksjon til personopplysningsloven 
2.1 Generelt om personopplysningsloven 
Personopplysningsloven trådte i kraft 1. januar 2001 – og avløste lov om personregistre av 
1978. Lovens formåler å beskytte den enkeltes personvern i tilknytning til behandling av per-
sonopplysninger.
60
 Det understrekes i forarbeidene at begrepet «grunnleggende personvern-
hensyn» må leses i sammenheng med innarbeidede oppfatninger om personvern.
61
 Dette leg-
ger opp til en dynamisk tolkning av personvernbegrepet, slik det blir praktisert i domstoler, 
rettsteori og administrative avgjørelser.
62
 
 
Loven definerer personopplysninger som opplysninger og vurderinger som kan
63
 knyttes til 
en enkeltperson.
64
 Enhver bruk av personopplysninger defineres etter pol. § 2 nr. 2 som en 
behandling, for eksempel innsamling, registrering, sammenstilling, lagring og utlevering, 
samt eventuelle kombinasjoner av bruksmåter.
65
 
 
Lovens kapittel to, fem, seks og syv angir den behandlingsansvarliges plikter. Annet kapittel 
angir de grunnleggende vilkår for behandling av personopplysninger.
66
 Det innebærer blant 
annet krav til behandlingsgrunnlag og spesifikke situasjonsbetingede krav, som ved behand-
ling av fødselsnummer og føring av strafferegister. Kapittel tre og fire gir rettigheter til den 
som personopplysningen kan knyttes til, den registrerte jf. § 2 nr. 6. Her gis den registrerte 
bl.a. rett til innsyn, retting og manuell behandling av egne personopplysninger. 
 
                                                 
60
  Pol. § 1: Formålet med denne loven er å beskytte den enkelte mot at personvernet blir krenket gjennom be-
handling av personopplysninger.  
Loven skal bidra til at personopplysninger blir behandlet i samsvar med grunnleggende personvernhensyn, 
herunder behovet for personlig integritet, privatlivets fred og tilstrekkelig kvalitet på personopplysninger. 
61
  Ot.prpr.nr.92 (1998-1999) s. 102. 
62
  Ot.prpr.nr.92 (1998-1999) s. 102. 
63
  Det er tilstrekkelig at en med opplysningene kan identifisere enkeltpersonen, jf. Ot.prpr.nr.92 (1998-1999) s. 
103. 
64
  Pol. § 2 nr. 1. 
65
  Loven gjelder også ved elektronisk behandling og personregistre, jf. Pol. § 3. 
66
  Personopplysningsloven – Kommentarutgave s. 96. 
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Loven åpner opp for at alle, på nærmere gitte vilkår, skal kunne behandle personopplysning-
er.
67
 I utgangspunktet tillates behandling av personopplysninger i en utstrekning som gjør det 
svært ressurskrevende og praktisk vanskelig å kontrollere enhver som behandler personopp-
lysninger. Det legges opp til lojal etterlevelse av loven. For å hindre krenkelser og fremme 
behandling i samsvar med loven, inneholder loven en rekke verktøy. Disse består av en mel-
de- og konsesjonsplikt, en plikt til internkontroll og informasjonssikring, og Datatilsynets 
kontrollvirksomhet. 
 
Melde- og konsesjonsplikten gjør det mulig for Datatilsynet å bedrive forhåndsveiledning og 
etterfølgende kontroll av virksomheter. Det gjør tilsynet oppmerksom på hvilke virksomheter 
som behandler personopplysninger, hvilke opplysninger og behandlinger det er tale om. 
 
Datatilsynet kontrollkompetanse gis i kapittel åtte. Kapittelet gir Datatilsynet rett til å kreve 
utlevert informasjon, kompetanse til å utføre tilsyn,
68
 mulighet til å ilegge tvangsmulkt, samt 
gi pålegg om endring og overtredelsesgebyr.  
 
Plikten til informasjonssikkerhet stadfestes i pol. § 13. Den pålegger behandlingsansvarlig og 
databehandler å sørge for «tilfredsstillende informasjonssikkerhet med hensyn til konfidensia-
litet, integritet og tilgjengelighet ved behandling av personopplysninger».
69
 Plikten er delvis 
sammenfallende med internkontroll, da begge bestemmelsene etablerer en plikt til å etablere 
planlagte og systematiske tiltak. Det følger av Innst.O.nr.52 at Komiteen synes plikten til in-
formasjonssikkerhet og internkontroll sammen «legger et godt grunnlag for ivaretakelse av 
personvernet».
70
 
 
Til sist kommer internkontrollplikten i pol. § 14, som behandles i punkt 2.2 og videre.  
 
 
                                                 
67
  Schartum (2013) s. 14. 
68
  Tilsyn kan skje både stedlig ved fysisk besøk hos virksomheten, eller brevlig (sic) via skriftlig henvendelse. 
Grunnlaget for utvelgelse av virksomheter som skal undersøkes kan være systematiske bransjeundersøkel-
ser, meldinger fra behandlingsansvarlige selv, presseoppslag eller tips fra publikum. 
69
  Pol. § 13. 
70
  Innst.O.nr.51 (1999-2000) s. 20. 
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2.2 Introduksjon til pol. § 14 
I 1995 nedsatte Justis- og politidepartementet Skauge-utvalget («Utvalget»), for å utrede be-
hovet for revisjon av lov om personregistre. Utvalgets forslag ble lagt frem i mai 1997
71
 og 
inneholdt et forslag om å innføre en plikt for den behandlingsansvarlige å etablere internkon-
trollsystemer.
72
 
 
Forslaget understreket den behandlingsansvarliges ansvar for å etterleve personvernreglene. 
Det fokuserte særlig på tilsynssiden av tiltaket – og foreslo av ressurshensyn egenkontroll 
fremfor utstrakt tilsynskontroll. Forslaget innebar et krav om systematiske og dokumenterte 
tiltak for alle virksomheter og enkeltperson som behandler personopplysninger.
73
 Under hø-
ringsrunden var det ingen innsigelser på internkontrollforslaget, men Den Norske Advokatfo-
rening påpekte i sin høringsuttalelse behovet for å samordne internkontrollreglene i person-
opplysningsloven med andre eksisterende internkontrollregelsett.
74
 
 
Justis- og politidepartementet («Departementet») la i juni 1999 frem sitt forslag til ny lov om 
behandling av personopplysninger.
75
 I tillegg til å videreføre Utvalgets forslag, tilføyde De-
partementet at internkontrollordningen måtte ses i sammenheng med kravene om informa-
sjonssikkerhet i pol. § 13.
76
 Departementet utvidet også kravet om dokumentasjonens til-
gjengelighet. I tillegg til å være tilgjengelig for tilsynsmyndigheten, skulle den også være til-
gjengelig for de ansatte i den grad det er nødvendig. Departementet fulgte også opp Den 
Norske Advokatforeningens forslag og understreket at forskriftene om internkontroll «så 
langt som mulig»
77
 skulle utformes i tråd med de eksisterende former for internkontroll. De-
partementet trakk frem internkontroll i arbeidsmiljøloven som eksempel.
78
 
 
                                                 
71
  NOU 1997:19 s. 2. 
72
  Internkontrollplikten ble foreslått som pol. § 12, senere vedtatt som § 14. 
73
  NOU 1997:19 s. 117. 
74
  Ot.prp.nr.92 (1998-1999) s. 65. 
75
  Justis og Beredskapsdepartementet (1999). 
76
  Ot.prp.nr.92 (1998-1999) s. 65. 
77
  Ot.prp.nr.92 (1998-1999) s. 65. 
78
  Ot.prp.nr.92 (1998-1999) s. 65. 
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Komiteen fremmet sitt lovforslag i februar 2000. Komiteen sluttet seg til forslaget fra Depar-
tementet, og understreket at plikten gjaldt både offentlige og private virksomheter.
79
 Komi-
teen fant at forslaget om selvjustis hadde mye for seg, og «at det kan komme til å bety mye for 
at både personvernlovgivningen og eventuelle pålegg fra Datatilsynet kan bli fulgt».
80
 I den 
foreslåtte lovteksten foreslo Komiteen å legge til ordet «planlagt» i lovteksten, foran «syste-
matiske tiltak».
81
 
 
Komiteens endelige forslag i Innst.O.nr.51 fikk følgende ordlyd: 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet. 
Den behandlingsansvarlige skal dokumentere tiltakene. Dokumentasjonen skal være tilgjeng-
elig for medarbeiderne hos den behandlingsansvarlige og hos databehandleren. Dokumenta-
sjonen skal også være tilgjengelig for Datatilsynet og Personvernnemnda. 
Kongen kan gi forskrift med nærmere regler om internkontroll».
82
 
 
Forslaget ble vedtatt som pol. § 14 den 14. april 2000 og trådte i kraft 1. januar 2001.
83
 Kom-
petansen til å gi forskrift ble senere delegert til Fornyings- og administrasjonsdepartementet.
84
 
Samme år som personopplysningsloven trådte i kraft, ble forslag til personopplysningsfor-
skrift fremmet av det som da het Arbeids- og administrasjonsdepartementet, nå Kommunal- 
og moderniseringsdepartementet. Personopplysningsforskriften trådte i kraft i 2001, med ka-
pittel tre som omhandler internkontroll.  
 
Det nærmere innholdet i pol. § 14 vil redegjøres for i kapittel 3, herunder begrepenes innhold, 
fremgangsmåten for etablering og praktiske problemer som kan oppstå underveis, i tråd med 
oppgavens første problemstilling. 
                                                 
79
  Innst.O.nr.51 (1999-2000) s. 18. 
80
  Innst.O.nr.51 (1999-2000) s. 18. 
81
  Innst.O.nr.51 (1999-2000) s. 28. 
82
  Innst.O.nr.51 (1999-2000) s. 18. 
83
  Stortinget, Lov om behandling av personopplysninger. 
84
  Delegering av Kongen sin forskriftskompetanse etter personopplysningsloven til Fornyings- og  
administrasjonsdepartementet. 
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3 Internkontroll etter pol. § 14 
3.1 Innledning 
I dette kapittelet redegjøres det for innholdet i internkontrollplikten etter pol. § 14. Underveis 
vil det pekes på praktiske problemer og utfordringer som har oppstått under de tre virksomhe-
tens gjennomføring av internkontrollplikten. 
 
Før etableringen og vedlikeholdet av internkontrollplikten gjennomgås i punkt 3.6 og 3.7, 
redegjøres det for hensynene bak bestemmelsen og når plikten til å etablere internkontrollsys-
temet utløses i punkt 3.2 og 3.3 Det etterfølges av et punkt om hvem som er ansvarlig for 
gjennomføringen, etterfulgt av en beskrivelse av aktuelle tiltak, samt hvilke krav i personopp-
lysningsloven som må oppfylles, jf. punkt 3.5.1, 3.5.2 og 3.5.3. 
 
Kapittel tre avsluttes av en redegjørelse for samspillet mellom de ulike pliktene, etterfulgt av 
en kort gjennomgang av sanksjonene for å bryte systemkravene i pol. § 14. 
 
 
3.2 Hensynene bak internkontrollbestemmelsen 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet».
85
 (min utheving) 
 
Det fremkommer av ordlyden at internkontrollen skal sørge for etterlevelse av loven. Dette 
hensynet er også fremhevet i forarbeidene. I Komiteens innstilling fremkommer det at intern-
kontrollplikten «kan komme til å bety mye for at både personvernlovgivningen og eventuelle 
pålegg fra Datatilsynet kan bli fulgt».
 86
 I Departementets vurdering ble det også understreket 
fast at internkontrollen kan «… sikre at de forpliktelsene som loven pålegger, blir etterlevd».87 
 
                                                 
85
  Pol. § 14. 
86
  Innst.O.nr.51 (1999-2000) s. 18. 
87
  Ot.prp.nr.92 (1998-1999) s. 117.  
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I tillegg til etterlevelse, skal internkontrollen føre til en bevisstgjøring av den behandlingsan-
svarliges plikter og den registrertes rettigheter. I forarbeidene til loven fremkommer det at 
internkontrollforpliktelsen ville: «(…) bidra til å bevisstgjøre de behandlingsansvarlige (…) 
mht. de reglene som gjelder for behandling av personopplysninger».
88
 Dette ble sitert i 
Ot.prp.nr.92,
89
 og ytterligere presisert av Departementet som slo fast at «[i]nnføring av in-
ternkontroll er et viktig virkemiddel for å bevisstgjøre de behandlingsansvarlige».
90
 Dette 
bevisstgjøringshensynet understrekes ytterligere av spesifiseringen om å sikre personopplys-
ningenes kvalitet.  I Ot.prp.nr.92 fremkommer det at denne spesifiseringen er tatt med for å 
understreke plikten til «å tenke gjennom oppdateringsrutiner og sikre prosedyrer for å rette 
opp feilregistreringer».
91
  
 
Ordlyden og forarbeidene gir et entydig bilde av at hovedhensynet bak internkontrollplikten 
er å sørge for etterlevelse av lovens krav. Videre skal den føre til etterlevelse av enkeltvedtak 
gitt i medhold av loven, det gir forvaltningsorganenes pålegg ytterligere autoritet.  
I tillegg skal internkontrollplikten sørge for at den behandlingsansvarlige bevisstgjøres, både 
om hvilke plikter virksomhetens behandlinger utløser, og hvilke rettigheter det gir de regist-
rerte. 
 
 
3.3 Når utløses internkontrollplikten? 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet».
92
 (min utheving) 
 
I henhold til lovens ordlyd at de systematiske tiltakene må være «planlagte». Planlagt er en 
annen form av «å planlegge», som betyr å «legge planer for»
93
 og «prosjektere».
 94
 Ordlyden 
                                                 
88
  NOU 1997:19 s. 116. 
89
  Ot.prp.nr.92 (1998-1999) s. 65. 
90
  Ot.prp.nr.92 (1998-1999) s. 65. 
91
  Ot.prp.nr.92 (1998-1999) s. 117. 
92
  Pol. § 14. 
93
  Språkrådet (2010). 
94
  Språkrådet (2010). 
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angir både et tidsaspekt, når internkontrollsystemet må være på plass, og at det må være 
planmessig. Innholdet i den planmessige delen av plikten redegjøres for i del 3.5.1. Når det 
gjelder tidsaspektet, fremgår det av ordlyden at internkontrolltiltakene må være på plass før 
behandling av personopplysninger iverksettes. 
 
 «Planlagt»
 
ble først brukt av Utvalget i beskrivelsen av den behandlingsansvarliges plikt til å 
etablere tiltak for å sikre informasjonssikkerheten, jf. pol. § 13.
95
 Begrepet ble brukt både i 
Utvalgets forslag til lovtekst og i kommentaren til bestemmelsen.
96
 Departementet videreførte 
i Ot.prp.nr.92 Utvalgets bruk av «planlagte» forslaget til lovtekst i § 13. I tillegg inkluderte 
Departementet «planlagt» i forslaget til lovtekst i § 14 om internkontroll.
97
 Komiteen videre-
førte Departementets forslag.
98
 Dette tillegget understreker den behandlingsansvarliges plikt 
til å etablere systemet før behandling av personopplysninger starter.  
 
At plikten utløses før behandlingen starter illustreres også av lovens system. I personopplys-
ningsloven § 2 nr. 2
99
 stadfestes det at innsamling av personopplysninger som behandling, må 
eventuelle tiltak være planlagt og gjennomført, dvs. være klare, før den første innsamlingen 
skjer. «Planlagt» taler for at begrepet, lest i lys av § 2 nr. 2, skal tolkes dithen at systematiske 
tiltakene må være klare før første innsamling av opplysninger. 
 
Også personopplysningsforskriften har dette utgangspunktet. I pof. § 3-1 tredje ledd bokstav a 
står det at virksomheten skal ha rutiner for innhentingen av personopplysninger og kontroll av 
de registrertes samtykke, jf. pol. §§ 8, 9, 11. Bestemmelsens bokstav b understreker at be-
handlingsansvarlig skal vurdere om behandlingen er i tråd med formålet, jf. § 11 bokstav a om 
behandlingsgrunnlag. Også dette trekker i retning av at internkontrollsystemet må være på 
plass før innsamlingen starter. 
 
                                                 
95
  Av Utvalget foreslått som pol. § 11, endelig vedtatt som pol. § 13. 
96
  NOU 1997:19 s. 199. 
97
  Ot.prpr.nr.92 (1998-1999) s. 141. 
98
  Innst.O.nr.51. (1999-2000) s. 28. 
99
  Pol. § 2 nr. 2) behandling av personopplysninger: enhver bruk av personopplysninger, som f.eks. innsam-
ling, registrering, sammenstilling, lagring og utlevering eller en kombinasjon av slike bruksmåter, 
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Loven og forskriften gir et samstemt bilde av at de systematiske tiltakene må være på plass 
før innsamling av opplysninger skjer. Et relevant spørsmål er om det er tilstrekkelig at intern-
kontrollsystemet er etablert på innsamlingstidspunktet eller om loven stiller ytterligere krav til 
etableringstidspunktet. 
 
I pol. § 31 heter det at behandlingsansvarlig skal melde fra til Datatilsynet før behandlingen 
starter. Meldingen skal være mottatt senest 30 dager før behandlingen igangsettes.
100
 Denne 
meldingen skal blant annet inneholde en oversikt over formålet med behandlingen, hvilke 
opplysninger som skal behandles, hvem som har det daglige ansvaret for å oppfylle den be-
handlingsansvarliges plikter og hvilke sikkerhetstiltak som skal iverksettes.
101
 For å oppfylle 
kravene til meldingen må den behandlingsansvarlig gjennomføre en kartlegging, som til en 
viss grad samsvarer med den som kreves for å innføre internkontrollsystemet. 
 
I personopplysningsloven § 32 bokstav i konstateres det at meldingen må stadfeste stadfestes 
hvilke sikkerhetstiltak som, jf. pol. § 13,er knyttet til behandlingen. Det er ingen direkte hen-
visning fra § 32 til internkontrollplikten i § 14, men det er antatt i juridisk teori at dette skal 
anses som en bekreftelse på at virksomheten oppfyller plikten til internkontroll.
102
 
 
I de tilfeller virksomheten i kartleggingsprosessen finner at de skal behandle sensitive person-
opplysninger, må den i enkelte tilfeller søke om konsesjon. Forut for innlevering av søknad er 
det påkrevd med en kartlegging av hvilke opplysninger som skal behandles, for å avgjøre om 
virksomheten skal sende melding til Datatilsynet eller søke om behandlingsansvarlig må søke 
om konsesjon.
103
 I skjemaet som benyttes av Datatilsynet, må virksomheten bekrefte at det er 
innført internkontrollrutiner.
104
 Dette har den praktiske konsekvens at kartleggingen må starte 
før melding og konsesjonssøknad til Datatilsynet. Konsesjonene til å behandle personopplys-
ninger heftes gjerne med vilkår, noe som fører til at virksomheten må være forberedt på å til-
passe sine rutiner og prosedyrer i tråd med disse. 
                                                 
100
  Ot.prpr.nr.92 (1998-1999) s. 128. 
101
  Pol. § 31. 
102
  Schartum og Bygrave (2006) s. 120. 
103
  Videre må det undersøkes om opplysningene er avgitt uoppfordret, noe som fritar virksomheten for konse-
sjonsplikten, jf. pol. § 33 første ledd annen setning. 
104
  Datatilsynet (2011b) punkt 5.8. 
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I samtale med Veum og Kaspersen i Datatilsynet, uttaler de at internkontrollsystemet må være 
på plass ved starten av behandlingen. De peker samtidig på at Datatilsynet vanskelig kan 
kontrollere internkontrollsystemet i en virksomhet før Datatilsynet har fått melding om be-
handling, og at meldeplikten derfor er et dårlig utgangspunkt for når internkontrollsystemet 
bør være på plass.
105
  
 
Utover juridisk teori er det ingen klare holdepunkter for at internkontrollsystemet må være 
etablert på et tidligere tidspunkt enn ved innsamling. Det underbygges ikke av forarbeidene, 
og vil ifølge Datatilsynet være en lite praktisk løsning. Dette taler mot at internkontrollsyste-
met må være etablert tidligere enn ved innsamling. 
 
Neste spørsmål blir hvor lenge plikten til å ha internkontrollsystemet varer. For at tiltakene 
skal kunne hindre krenkelser og fremme behandling i tråd med personopplysningsloven, må 
tiltakene være på plass så lenge personopplysningene behandles. Det stadfestes i pol.  14 at 
tiltakene skal sikre opplysningenes kvalitet. Det innebærer at virksomheten må ha truffet tiltak 
som sikrer at opplysningene er korrekte og oppdaterte. Kravet om oppdaterte opplysninger 
krever at internkontrollsystemet er på plass så lenge personopplysningene behandles. Dette 
støttes også av tilsynet, som uttaler at internkontrollsystemet skal sette den behandlingsan-
svarlige i stand til å «sikre, kontrollere og dokumentere at virksomheten til enhver tid etterle-
ver personopplysningslovens øvrige bestemmelser».
106
 
 
Det følger av personopplysningslovens formål at loven regulerer behandling av personopp-
lysninger. For at internkontrollplikten skal utløses, må det være tale om behandling. Dersom 
behandlingen opphører, for eksempel ved at opplysningene slettes, vil lovens plikter, herunder 
internkontrollplikten falle bort. Behandlingsansvarlig vil også ha en plikt til å avslutte be-
handlingen, jf. § 11 bokstav e jf. § 28. Etter pol. § 28 er det et forbud mot å lagre personopp-
lysninger lenger enn det som er nødvendig for å gjennomføre formålet med behandlingen. 
Vurderingen av om behandlingen er i tråd med formålet må vurderes fortløpende av behand-
                                                 
105
  Datatilsynet påpeker videre at det å inngi en melding, forutsetter at den behandlingsansvarlige har gjort 
vurderinger knyttet til det rettslige grunnlaget for behandlingen og ansvarsplassering – som er sentrale kom-
ponenter i internkontrollens styrende del. Veum og Kaspersen (17.3.2014). 
106
  Datatilsynet (2013e) punkt 5.7 s. 5. 
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lingsansvarlig. Dersom personopplysningene ikke skal oppbevares i henhold til arkivloven 
eller annen lovgivning, skal de slettes. Ved sletting av opplysningene avsluttes behandlingen. 
Når det ikke lenger er tale om behandling av personopplysninger, får ikke personopplysnings-
loven anvendelse og internkontrollplikten bortfaller.  
 
 
3.4 Ansvar for internkontroll 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet»
107
(min utheving). 
 
Det heter i lovteksten at det er den behandlingsansvarlige som har ansvar for både etablering 
og vedlikehold av internkontrollsystemet. Dette synspunktet var utgangspunktet for Utvalgets 
forslag i NOU 1997:19,
108
 og er gjentatt i både Ot.prp.nr.92
109
 og Innst.O.nr.51.
110
 
 
I henhold til pol. § 2 nr. 2 behandlingsansvarlige den som bestemmer formålet med behand-
lingen av personopplysninger og hvilke hjelpemidler som skal brukes i behandlingen. Formelt 
er den behandlingsansvarlige virksomhetens øverste leder
111
, som administrerende direktør, 
daglig leder eller rådmann.
112
  I Departementets forslag i Ot.prp.nr.92 understrekes det at den 
behandlingsansvarlige bør være en person i en lederstilling, for å sikre reell daglig innflytelse 
på behandlingene som foretas og reell innflytelse i virksomheten.
113
 Departementet understre-
ker videre at behandlingsoppdrag og andre oppgaver kan delegeres til andre, men at ansvaret 
fortsatt vil ligge på den behandlingsansvarlige.
114
 Det åpner for at etablering- og vedlike-
holdsoppgaven av internkontrollen blir utført av andre enn den behandlingsansvarlige. 
 
                                                 
107
  Pol. § 14. 
108
  NOU 1997:19 s. 116. 
109
  Ot.prp.nr.92 (1998-1999) s. 65. 
110
  Innst.O.nr.51 (1999-2000) s. 28. 
111
  Schartum (2013) s. 19. 
112
  Datatilsynet (2009) punkt 5.8 s. 11. 
113
  Ot.prp.nr.92 (1998-1999) s. 103. 
114
  Ot.prp.nr.92 (1998-1999) s. 103. 
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Etableringen av internkontrollsystemet bør være forankret i ledelsen, både for at å sørge for 
nok ressurser til å komme i gang, men også for å gi innføringen tilstrekkelig autoritet til at det 
kan gjennomføres. Gjennomføringen av rutinene og tiltakene vil ofte bli gjort av ansatte, 
mens det kontrollerende arbeidet kan utføres både av de ansatte og personer i ledende stilling-
er. Vedlikeholdsarbeidet består av mindre justeringer i tråd med lovendringer eller enkeltved-
tak, samt større revisjoner hele systemet. Det bør gjøres av personer med fagkompetanse, res-
surser og autoritet internt i virksomheten.  For å øke sjansen for at internkontrollsystemet skal 
fungere, bør det settes av både tid og ressurser til innføringen. Det kreves kompetanse for å 
kartlegge hvilke plikter som utløses, samt kjennskap til virksomheten for å kunne tilpasse 
opplegget til virksomheten. Andresen fremhever også at det kan være nyttig å inkludere de 
ansatte i arbeidet med internkontrollarbeidet. De ansatte vil ha erfaringer fra det daglige ar-
beidet som kan være nyttig i etableringsfasen, og en slik inkludering kan bidra til at de etab-
lerte rutiner i større grad blir etterlevd.
115
 
 
Det finnes flere eksempler på at behandlingsansvaret er delt mellom flere virksomheter, se for 
eksempel PVN-2005-11 «Automatiske bomstasjoner». Denne saken gjaldt et forsøksprosjekt 
med helautomatiske bomstasjoner, utført av Statens Vegvesen. Statens Vegvesen delte be-
handlingsansvaret med ulike eksterne aksjeselskap
116
, som hver skulle ha ansvar for sin bom-
stasjon. PVN la i dette tilfelle opp til en todelt gjennomføring av internkontrollsystemet ved at 
Statens Vegvesen fikk ansvar for den styrende dokumentasjonen, mens bomselskapene fikk 
ansvar for den gjennomførende delen. Videre fikk Statens Vegvesen ansvaret for den kontrol-
lerende delen av internkontrollsystemet, ved å gjennomføre en årlig revisjon av bomselskape-
nes praksis. Personvernnemnda bygget sin avgjørelse på Datatilsynets vedtak og henviste di-
rekte til et brev sendt fra Datatilsynet til Statens Vegvesen.
117
 Denne avgjørelsen viser at an-
svaret for gjennomføringen av internkontrollen kan deles opp og plasseres på ulike, separate 
virksomheter.  
 
                                                 
115
  Andresen (2011) s. 101. 
116
  Tønsberg Hovedvegfinans, Bergen Bompengeselskap og Gjesdal Bompengeselskap, jf. Datatilsynet (2005) 
punkt 5.7. 
117
  Tre år senere ble konsesjonen endret, Statens Vegvesen skulle da kun kontrollere virksomheten etter først 
driftsår, jf. Datatilsynet  (2008b) punkt 5.7. 
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Både Telenor og Schibsted har utviklet retningslinjer for internkontrollen på konsernnivå.
118
 
Datterselskapene blir deretter instruert i å innføre og tilpasse det ferdigutviklede internkon-
trollsystemet, samt gjennomføre og vedlikeholde disse. I Telenors tilfelle skjer dette på hvert 
enkelt selskap sitt nivå, som en del en del av styringsstrukturen.
119
 Da datterselskapene selv 
bestemmer formålet med behandlingen mv. jf. § 2 nr. 4, anses disse likevel å være behand-
lingsansvarlig, og gjennomfører tiltakene innenfor rammene av de styrende dokumentene.  
 
Videre melder både Telenor og Schibsted at det kan være utfordrende å få datterselskapene til 
å gjennomføre internkontrollsystemet. Dette både fordi internkontrollen kommer i tillegg til 
den daglige virksomheten, og på grunn av de store forskjellene både på drift og ansatte i de 
ulike datterselskapene.
120
 Dette illustrerer at det ikke er tilstrekkelig å lage et rammeverk, det 
må i tillegg tilpasses den enkelte virksomhet og forankres hos de ansatte. 
 
Et praktisk eksempel på dette finnes i PVN-2013-1. En kontroll hos Rettsmedisinsk Institutt 
(«RMI») avdekket at instituttet ikke hadde fungerende internkontrollrutiner, til tross for at 
retningslinjene var utarbeidet av Universitetet i Oslo.
121
 De ansatte ved instituttet manglet 
kunnskap om rutinene, og det var ikke rutiner for sletting ved avslutning av oppdrag, noe som 
medførte behandling av DNA-analyser og rettspatologiske undersøkelser uten selvstendig 
behandlingsgrunnlag. Datatilsynet påla instituttet blant annet å etablere databehandleravtaler 
og sletterutiner. Klagen fikk ikke medhold.
122
 Gjennomføringen av, og utfordringer knyttet til, 
internkontroll hos databehandler vil bli drøftet videre i punkt 3.5.1. 
 
Etter pof. § 3-2 kan det i de tilfeller det foreligger særlige forhold, kan Datatilsynet gi virk-
somheten dispensasjon fra hele eller deler av personopplysningsforskriften kapittel 3.
123
 
Ifølge Datatilsynet er bestemmelsen lite brukt. Siden forskriften trådte i kraft i 2001 har det 
kun vært søkt om dispensasjon to ganger, begge i 2003. I begge tilfellene ble dispensasjonen 
                                                 
118
  Holt og Vinden (2014). 
119
  Governans. 
120
  Holt og Vinden (2014). 
121
  Datatilsynet (2012a) punkt 5.7 s. 5-6. 
122
  PVN-2013-1 
123
  Pof. § 3-2 Datatilsynet kan dispensere fra hele eller deler av dette kapittelet når særlige forhold foreligger. 
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innvilget.
124
 Begge dispensasjonene gjaldt forlengelse av overgangsperioden for overgangen 
mellom personregisterloven og personopplysningsloven, jf. § 51.
125
 Datatilsynet har uttalt det 
nå ikke er aktuelt å gi flere dispensasjon, hovedsakelig fordi overgangsperioden nå er over-
stått.
126
 
 
 
3.5 Beskrivelse av plikter og rettigheter 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet».
127
 (min utheving) 
 
Å «etablere» betyr å  «opprette»
128
 og å «grunnlegge».
129
 Plikten til å opprette, etablere et 
internkontrollsystem fremgår klart av lovteksten. Men bestemmelsen gir få holdepunkter for 
hvilken fremgangsmåte den behandlingsansvarlige skal velge, utover at de aktuelle tiltakene 
skal være planlagte og systematiske.  
 
I juridisk teori består den idealtypiske internkontrollen av fem metodetrinn. Metodetrinnene er 
ikke direkte anvendbare på internkontrollen etter personopplysningsloven, men kan fungere 
som et utgangspunkt for å illustrere hvordan plikten kan oppfylles.
130
 
 
Det første metodetrinnet består av organisering av internkontrollarbeidet i virksomheten, 
kombinert med dokumentering av arbeidet.
131
 Dette er en frivillig organiseringsmåte som ikke 
er påkrevd etter personopplysningsloven, men som kan oppleves praktisk. Det kan for eksem-
                                                 
124
  Pellerud (2014). 
125
  Fellesforbundet (2002) og Handel og Kontor i Norge (2003). 
126
  Veum og Kaspersen (17.3.2014). 
127
  Pol. § 14. 
128
  Språkrådet (2010). 
129
  Språkrådet (2010). 
130
  En av årsakene til at den ikke er anvendbar er at noen av metodetrinnene er tatt inn under informasjonssik-
kerhet fremfor internkontroll. Et eksempel er idealmetodens sjette trinn, avviksbehandling. Det hører etter 
Forskriften til under informasjonssikkert, jf. pof. § 2-6. 
131
  Andresen (2011) s. 77. 
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pel bestå av å samkjøre internkontrollarbeidet etter personopplysningsloven med internkon-
trollarbeidet etter arbeidsmiljøloven, eller en samkjøring av internkontrollarbeidet med infor-
masjonssikkerhetsarbeidet. I tillegg kan det være relevant å vurdere om internkontrollsystemet 
skal integreres med den primære forretningsvirksomheten eller etableres på siden av dette.
132
 
 
Metodens annet trinn består av å beslutte kriterier, aksept av risiko og målsetninger.
133
 Dette 
trinnet kan sidestilles med personopplysningslovens krav om kartlegging av plikter og rettig-
heter som utløses av behandlingen. Dette trinnet vil bli drøftet ytterligere i punkt 3.6.1. 
 
Tredje trinn består av en risikovurdering, som Andersen sier «innebærer at virksomheten de-
finerer hva slags hendelser, handlinger og sideeffekter som skal eller bør unngås, og vurdere 
sannsynligheten for og konsekvensene av dem».
134
 Dette kan sammenlignes med vurderingen 
av hvilke tiltak som er nødvendige for å oppfylle personopplysningslovens krav. Det sam-
menfaller med det fjerde trinnet i det idealtypiske internkontrollsystemet. Det utløses i de til-
feller sannsynligheten eller risikoen for en uheldig hendelse overstiger et akseptabelt nivå – 
virksomheten må da finne og iverksette tiltak som reduserer risikoen til et akseptabelt nivå.
135
 
Disse trinnene blir drøftet nærmere i punkt 3.6.2. 
 
Femte trinn består av kontrollvirksomhet av eventuelle igangsatte tiltak, for å se at de fungerer 
etter hensikten.
136
 Dette trinnet tilsvarer vedlikeholdskravet, som vil drøftes nærmere i del. 
3.6. 
 
Etter en gjennomgang av de ulike tiltaksformene, samt hvilke plikter og rettigheter som den 
behandlingsansvarlige må ta hensyn til, vil fremgangsmåte for etablering av internkontrollsys-
temet, gjennomgås, herunder de overfor nevnte metodetrinn. 
 
 
                                                 
132
  Andresen (2010) s. 98. 
133
  Andresen (2011) s. 77. 
134
  Andresen (2011) s. 77. 
135
  Andresen (2011) s. 77. 
136
  Andresen (2011) s. 77. 
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3.5.1 Vilkåret om å etablere tiltak 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet».
137
 (min utheving) 
 
Lovens ordlyd understreker at det skal etableres «tiltak». Tiltak betyr «aktiviteter»,
138
 «pro-
sjekter»
139
 og «å ta de nødvendige forholdsregler».
 140 
Ordlyden angir en plikt til å foreta seg 
noe, i form av forholdsregler og aktiviteter, som skal oppfylle et mål eller hindre en uønsket 
hendelse. Ifølge bestemmelsen er målet å oppfylle de krav som er gitt i eller i medhold av 
loven. 
 
Begrepet «tiltak» ble først tatt i bruk av Utvalget,
141
 gjentatt i Ot.prp.nr.92,
142
 og deretter 
fremmet som lovforslag i Innst.O.nr.51.
143
 Komiteen kommenterer ikke begrepet i 
Innst.O.nr.51, men det fremkommer i Ot.prp.nr.92 at behandlingsansvarlig etter § 14 første 
ledd blir pålagt å «etablere rutiner».
144
 Under kvalitetskravet fremheves det at behandlingsan-
svarlig er forpliktet til «å tenke gjennom oppdateringsrutiner og sikre prosedyrer for å rette 
opp feilregistreringer».
145 
 
 
Forslaget i NOU 1997:19 går noe lenger enn de andre forarbeidene. Utvalget foreslo en lov-
tekst som påla den behandlingsansvarlige å etablere «systemer og rutiner».
146
 Begrepet «til-
tak» ble igjen brukt under beskrivelsen av den separate dokumentasjonsplikten, ved at doku-
                                                 
137
  Pol. § 14. 
138
  Språkrådet (2010). 
139
  Språkrådet (2010). 
140
  Språkrådet (2010). 
141
  NOU 1997:19 s. 117. 
142
  Ot.prp.nr.92 (1998-1999) s. 141. 
143
  Innst.O.nr.51 (1999-2000) s. 18. 
144
  Ot.prp.nr.92 (1998-1999) s. 117. 
145
  Ot.prp.nr.92 (1998-1999) s. 117. 
146
  NOU 1997:19 s. 201. 
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mentene som inngår i internkontrollen skulle vise at det er «etablert systemer» for internkon-
troll.
147
 Bruken av begrepet «systemer» er ikke fulgt opp i senere forarbeider.  
 
Begrepet «tiltak» er vagt, det kan brukes om de alle fleste grep eller rutiner en virksomhet 
setter i gang. Den gjennomgående bruken av begrepet i forarbeidene taler for at lovgiver har 
gjort et bevisst valg ved å benytte begrepet. Ved å benytte begrepet tiltak har lovgiver gitt 
behandlingsansvarlig stor frihet til å velge de grep som passer den aktuelle virksomheten. 
«Tiltak» er også benyttet i personopplysningsforskriften, sammen med «rutiner».
148
 
 
Som nevnt under punkt 2.2 sammenstiller Komiteen i Innst.O.nr.51 internkontrollen og in-
formasjonssikringen i ivaretakelsen av personvernet. Under sikring av personopplysningene 
understreker Komiteen at disse tiltakene inkluderer både organisatoriske og tekniske tiltak.
149
 
Som redegjort for over er «tiltak» et lite konkret begrep. Det åpner for stor fleksibilitet hos 
den behandlingsnansvarlig i vurderingen av hvilke tiltak som er relevante for virksomheten.
150
 
I tillegg til organisatoriske og tekniske tiltak, vil det være relevant å vurdere juridiske, peda-
gogiske og økonomiske. 
 
De juridiske tiltakene består hovedsakelig å innføre tiltak som sikrer etterlevelse av de ulike 
pliktene og rettighetene i loven, det være seg rutiner for start eller opphør av behandling, ruti-
ner for overholdelse av meldeplikt, eller rutiner for kvalitetssikring av personopplysninger. 
Andre mulige juridiske tiltak er avtalefestede sikringstiltak ved behandling hos underleveran-
dører. Datatilsynet har uttalt at internkontrollplikten kan gjennomføres hos databehandler 
gjennomføres på tre ulike måter. Et alternativ er at behandlingsansvarlig skriver dokumenta-
sjonen, og gjør denne tilgjengelig for databehandler. Et annet alternativ er at den behandlings-
ansvarlige godtar databehandler sine rutiner, eller at rutiner og prosedyrer detaljreguleres 
gjennom databehandleravtalen.
151
 I samtale med personvernombudet i Schibsted, Lars Vin-
den, forteller han at konsernet blant annet søker å sikre etterlevelse av personopplysningslo-
ven gjennom sine databehandleravtaler. Dette skjer hovedsakelig ved å kontraktsfeste databe-
                                                 
147
  NOU 1997:19 s. 117. 
148
  Pof. § 3-1. 
149
  Innst.O.nr.51 (1999-2000) s. 20. 
150
  Andresen (2011) s. 76 og 79. 
151
  Veum og Kaspersen (17.3.2014). 
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handlerens plikt til å innføre internkontrolltiltak, og ved at Schibsted sikrer seg retten til å 
gjennomføre ekstern revisjon av leverandørens etterlevelse.
152
 
 
Dette utløser to praktiske problem. Lars Vinden forteller at det ofte vil oppstå utfordringer 
knyttet til styrkeforholdet mellom partene, særlig i forhold til krav om å anvende den sterkeste 
parts standardvilkår. Den svake part vil ikke ha noen reell mulighet til å stille særvilkår knyt-
tet til behandlingen av personopplysninger.
153
 Vinden påpeker videre at selv i de tilfellene en 
får implementert særvilkår om behandlingen av personopplysninger i kontrakten, vil det like-
vel være praktisk vanskelig å utføre kontrollen. I de tilfeller hvor Schibsted har fått en kon-
traktsfestet rett til å gjennomføre en ekstern revisjon av databehandlerens sikkerhetstiltak, har 
denne retten likevel ikke blitt benyttet. Vinden forteller at å benytte seg av retten kan tolkes 
som et tegn på manglende tillit mellom partene, og kan dermed forsure forretningsforbindel-
sen.
154
 
 
De pedagogiske tiltakene vil ofte bestå av veiledere, arbeidsinstrukser eller andre dokumenter 
som skal veilede ansatte gjennom arbeidsoppgaver på en måte som fører til etterlevelse av 
loven. Schibsted har utarbeidet interne retningslinjer for behandling av personopplysninger. 
De består i stor grad av bearbeidet lovtekst, men uten paragrafer og med et noe enklere språk. 
Retningslinjene inneholder fremgangsmåter for situasjoner som iverksettelse og opphør av 
behandling, utlevering og konsesjonsplikt. Slike interne retningslinjer kombineres gjerne med 
kursing av nyansatte og periodiske kurs for virksomhetenes ulike avdelinger. Dette praktiseres 
av samtlige av de samarbeidende virksomhetene.
155
  
 
Andre verktøy kan være rapportsystemer eller loggføring eller, som kreves i Telenor, bruk av 
sjekklister. Ved oppstart av nye prosjekter eller endring av eksisterende systemer benyttes 
flere sjekklister, bestående av en rekke spørsmål relatert til behandling av personopplysning-
er.
156
 Basert på svarene utløses nye spørsmål, eventuelt opplyser skjemaet om hvilke plikter 
                                                 
152
  Vinden (1.4.2014). 
153
  Vinden (1.4.2014). 
154
  Vinden (1.4.2014). 
155
  Holt, Vinden, Johansen (2014). 
156
  Tilsvarende sjekklister benyttes også for å sikre etterlevelse (compliance) av lovverk og interne retningslin-
jer. 
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og rettigheter som utløses, kombinert med opplysninger om hvilke typer dokumentasjon som 
er påkrevd. I tillegg utarbeides det prosesser og rutiner for de forskjellige roller, funksjoner og 
systemer – som regel automatiske.157 
 
De organisatoriske tiltakene vil ofte bestå av delegering av ansvar og utpeking av enkeltper-
soner som har ansvar for de ulike delene av internkontrollsystemet. Et eksempel er sammen-
setningen av gruppen for etablering av internkontroll, å utpeke en person med ansvar for å 
følge opp og kontrollere etterlevelsen. Andre organisatoriske grep kan være å involvere den 
personen som har størst ansvar for systemet i virksomhetens styringsgrupper, for å kunne in-
formere og påvirke i forkant av iverksettelse av prosjekter. En slik ordning gir vesentlig bedre 
forutsetninger for en velfungerende internkontroll, i motsetning til å skulle påvirke et prosjekt 
i ettertid. Et annet virkemiddel er opprette en stilling som personvernombud, jf. pof. § 7-12.
158
 
Personvernombudet har i lovens forstand ingen tilknytning til internkontrollsystemet, men de 
vil i praksis ofte være tett tilknyttet arbeidet.
159
 
 
Personvernombudet for studenter på BI, Terje Johansen, forteller at virksomheten har gjort 
flere organisatoriske grep for å sikre etterlevelse av internkontrollplikten. For det første er 
personvernombudene plassert i flere leder- og strategigrupper, noe som fører til at de er in-
formert og har anledning til å ivareta personvernhensynene i prosjekter fra planleggingsfasen. 
For det annet har ledelsen besluttet at alle nye prosjekter må innom personvernombudet for 
godkjenning, sammen med endringer av eksisterende prosjekter. Personvernombudet fungerer 
som en flaskehals, som arbeider for etterlevelse av personopplysningsloven.
160
 En tilsvarende 
løsning er innført hos Schibsted.
161
 
 
De organisatoriske tiltakene vil ofte ha en nær tilknytning til de økonomiske tiltakene, all den 
tid de økonomiske tiltakene vil ofte gjøre det mulig å igangsette organisatoriske tiltak. For 
                                                 
157
  Holt (24.3.2014). 
158
  Det følger av pof. § 7-12 at personvernombudet skal være uavhengig, og har som arbeidsoppgave å «sikre at 
de behandlingsansvarlige følger personopplysningsloven med forskrift», samt «føre en oversikt over opplys-
ningene som nevnt i personopplysningsloven § 32. 
159
  Det gjelder Telenor, Schibsted og BI. 
160
  Johansen (2.4.2014). 
161
  Vinden (1.4.2014) og Schibsted (2014) s. 2-3. 
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eksempel oppretting av egne stillinger, fristilling av ansatte for å arbeide i en etableringsgrup-
pe eller på andre måter allokere midler og interntid. For at internkontrollsystemet skal fungere 
kreves det ressurser til etablering og vedlikehold, og som regel kompetanse utenfra, samt opp-
læring av ansatte. 
 
Det er også mulig å etablere tekniske tiltak for å sikre etterlevelse. Dette kan fort utløse 
spørsmål knyttet til informasjonssikkerhet i § 13, for eksempel ved tilgangskontroll, jf. pof. § 
2-11. Et slikt tiltak vil kunne være å benytte seg av et datasystem som oppfyller lovens krav. 
For eksempel krav til rekkefølge eller vurderinger, eller krav om ytterligere informasjon for at 
lagring kan skje eller behandlingen sluttføres. Et annet eksempel er informasjonssystemer 
som er utformet med tanke på å ivareta personvernhensyn.
162
 
 
Basert på det foregående kan det konkluderes med at begrepet «tiltak» må tolkes vidt. Det 
fremgår av ordlyden, samtidig som forarbeidene viser en konsekvent og bevisst holdning til 
begrepet. Videre er andre tilsvarende vide begrep benyttet for å beskrive internkontrollplikten. 
Bruken av det lite konkrete begrepet «tiltak» gir behandlingsansvarlig stor frihet i å iverksette 
det tiltaket som passer best for virksomheten. 
 
 
3.5.2 Om pliktene i eller i medhold av personopplysningsloven 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet».
 163
 (min utheving) 
 
Ordlyden oppstiller to separate plikter, en til å oppfylle kravene i personopplysningsloven og 
en for å oppfylle eventuelle krav gitt i medhold av loven. Denne forståelsen av ordlyden støt-
tes av forarbeidene. I Innst.O.nr.51 påpeker Komiteen at internkontrollplikten gjelder både 
personvernlovgivningen og pålegg fra Datatilsynet.
164
 Dette er en videreføring av Justisdepar-
                                                 
162
  Innebygget persovern/privacy by design. 
163
  Pol. § 14. 
164
  Innst.O.nr.51 (1999-2000) s. 18. 
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tementets forslag i Ot.prp.nr.92,
165
 som igjen bygger på NOU 1997:19.
166
 Komiteen uttaler 
vider at plikten «kan komme til å bety mye»
167
 for de behandlingsansvarliges etterfølgelse av 
lovgivningen og pålegg.  
 
Justisdepartementet spesifiserer denne plikten i Ot.prp.nr.92, ved å sammenstille plikten til å 
etterkomme kravene i lovene til behandling med plikten til å etterleve «vilkår eller pålegg 
som Datatilsynet måtte fastsette med hjemmel i §§ 35 eller 46».
168
 Dette er en videreføring av 
forslaget i NOU 1997:19. Utvalget fremhever en rekke ganger at virksomheten har en «plikt 
til å påse at ulike typer krav som Datatilsynet retter mot virksomheten overholdes».
169
 Dette 
støttes av forskriften, som understreker plikten til å gjennomføre kravene som er gitt i loven 
eller gitt i medhold av loven.
170
  
 
Forslaget i NOU 1997:19 inneholder en klarere todeling av kravene enn de øvrige forarbeide-
ne. Den første delen er etterlevelsen av loven, som inkluderer også en plikt til å etterleve per-
sonopplysningsforskriften.
171
 Denne plikten er ikke fulgt opp i de andre forarbeidene. I den 
andre kategorien, etterlevelse i medhold av loven, defineres plikten til etterlevelse av konse-
sjonsvilkår og pålegg som «regler som gis for den enkelte behandling»,
172
 dvs. enkeltvedtak. 
Da både lovtekst og etterfølgende forarbeider inneholder en plikt til å oppfylle plikter i og i 
medhold av lov, anses denne forskjellen å ha mindre betydning. Om noe kan forskjellen peke 
på en utvidelse av pliktene, den tid Utvalgets forslag spesifikt pekte på etterfølgelse av de da 
foreslåtte paragrafene § 35 og § 40.
173
 Dagens ordlyd gjelder alle plikter gitt i medhold av 
loven.  
  
                                                 
165
  Ot.prp.nr.92 (1998-1999) s. 65. 
166
  NOU 1997:19 s. 117 og igjen på s. 201. 
167
  Innst.O.nr.51 (1999-2000) s. 18. 
168
  Ot.prp.nr.92 (1998-1999) s. 117. 
169
  NOU 1997:19 s. 117. 
170
  Pof. § 3-1. 
171
  NOU 1997:19 s. 201. 
172
  NOU 1997:19 s. 201. 
173
  NOU 1997:19 s. 201. 
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Som diskutert i punkt 3.2 fremkommer det i forarbeidene at et av de bakenforliggende hensy-
nene til bestemmelsen er den skal bidra til etterlevelse av lovens krav. Ved å inkluderes i in-
ternkontrollplikten gis eventuelle vedtak fra Datatilsynet ytterligere tyngde. Virksomheten har 
ikke bare en plikt til å gjennomføre pålegget, de har også en plikt til å etablere rutiner som 
sørger for også fremtidig etterlevelse. Dette er også understreket i forarbeidene, som poengte-
rer at internkontroll «… kan komme til å bety mye for at … ulike pålegg fra Datatilsynet blir 
etterlevd».
174
 
 
Med «ulike krav i lov» siktes det til samtlige plikter i personopplysningsloven som stilles til 
den behandlingsansvarlige, og samtlige rettigheter som den registrerte kan påberope seg. 
Det gjelder både grunnkravene til behandling i § 11, jf. § 8 og § 9, og de mer spesifikke plik-
tene i kapittel 2 og rettighetene i kapittel 3. I de tilfeller de er relevante for virksomhetens 
behandling vil også særreglene i for eksempel § 12 om fødselsnummer, § 10 om strafferegist-
re og §§ 36-40 om kameraovervåking komme til anvendelse. Kravene til vedlikehold ved for 
eksempel lovendringer vil gjennomgås nærmere i punkt 3.7. 
 
Med teksten «[u]like krav i medhold av lov»
175
 siktes det til enkeltvedtak fra Datatilsynet
176
  
og Personvernnemnda.
 
De mest anvendte hjemlene er §§ 34, 35, 46 og 47.
177
 I § 35 hjemles 
Datatilsynets mulighet til å sette vilkår for behandling i tråd med konsesjon. For at en skal 
kunne ilegge slike vilkår må det anses nødvendig for å «begrense ulempene behandlingen 
ellers ville medføre for den registrerte».
178
 I de tilfeller en konsesjonssøker blir ilagt egne 
vilkår er vedkommende virksomhet pliktig å etterleve dette og etablerere rutiner for overhol-
delse.
179
 Et eksempel på konsesjon heftet med vilkår finnes i PVN-2005-11 «Automatiske 
bomstasjoner». Statens Vegvesen ble gitt konsesjon til å behandle personopplysninger ved 
drift av automatiserte bomstasjoner, på det vilkår at Statens Vegvesen gjennomførte en årlig 
                                                 
174
  Innst.O.nr.51 (1999-2000) s. 18. 
175
  Pol. § 14. 
176
  Datatilsynet kan fatte enkeltvedtak etter §§ 9, 12, 27, 28, 30, 33, 34, 35, 44, 46 og 47. 
177
  Personvernnemnda, Klage. 
178
   Pol. § 35. 
179
  Johansen m.fl. (2001) s. 134. 
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ekstern revisjon av driftsselskapene, som en del av den kontrollerende delen av internkontroll-
systemet.
180
  
 
Etter § 46 kan det gis overtredelsesgebyr, pålegg om endringer eller pålegg om opphør av 
handlinger som er ulovlige etter personopplysningsloven.
181
 Bestemmelsen fremhever at 
Datatilsynet kan forby videre behandling i strid med loven, eller stille vilkår til virksomheten 
for at behandlingen skal være i samsvar med loven. Påleggene kan være generelle, ved å på-
legge en virksomhet å etablere internkontrollsystemer,
182
 eller mer konkrete, som å kreve ret-
ting av mangler ved det eksisterende internkontrollsystemet. Et annet eksempel er Datatilsy-
nets vedtak mot Direktoratet for naturforvaltning, som fikk pålegg om å avklare hvem som 
var behandlingsansvarlig for Jegerregisteret,
183
 og å etablere rutiner som sikret innsyn og slet-
ting i samsvar med § 14.
184
 Klagefristen for enkeltvedtakene er tre uker etter mottagelse av 
brevet fra Datatilsynet, men den kan forlenges ved søknad.
185
 Dersom det ikke skjer, må ved-
taket implementeres i virksomheten, og internkontrollsystemet justeres til å ha høyde for ved-
taket. 
 
For vedtak etter § 46 konstateres det av tredje ledd at oppfyllelsesfristen er fire uker. Kon-
trollpraksis viser at fristen for å innarbeide pålegg justeres etter hvor omfattende vedtaket an-
ses å være – etter kontroll ble Nordreisa kommune pålagt å innføre internkontrollsystemer, 
med en frist på nærmere 6 måneder.
186
 Dersom virksomheten velger å benytte sin klage-
mulighet, blir saken oversendt Personvernsnemnda.
187
 Dersom klagen avvises, må vedtaket 
gjennomføres. 
 
                                                 
180
  PVN-2005-11, del 7. 
181
  Pol. § 46. 
182
  Datatilsynet (2013c) punkt 5.7. 
183
  Datatilsynet (2013a) punkt 5.7. 
184
  Datatilsynet (2013a) punkt 5.7. 
185
  Datatilsynet (2011a) punkt 5.8. 
186
  Datatilsynet (2012d) punkt 5.7. 
187
  Enkeltvedtak tatt i medhold av §§ 27 og 28 kan i visse tilfeller påklages videre til Kongen, jf. § 42  
tredje ledd annet punktum. 
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3.5.3 Vilkåret om å sikre personopplysningenes kvalitet 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet».
 188
 (min utheving) 
 
Plikten til å oppfylle kravene i loven konkretiseres ved å legge særlig vekt på sikring av opp-
lysningenes kvalitet. Begrepet kvalitet har etter personopplysningsloven ulikt innhold, alt etter 
hvilken bestemmelse det er tale om. 
 
Etter pol. § 11 e), skal den behandlingsansvarlig sørge for at personopplysningene er korrekte 
og oppdaterte, og ikke lagres lengre enn det som er nødvendig for formålet. I pol. § 13 knyttes 
begrepet til de sikring av personopplysningene.
189
 Med det menes at opplysningene skal sik-
res ved tekniske og organisatoriske tiltak mot at de endres, enten utilsiktet eller av uvedkom-
mende.
190
 Etter § 11 e) vil kravet til kvalitet bare være oppfylt dersom opplysningene er kor-
rekte og oppdaterte. 
 
Utvalgets forslag til pol. § 14 inneholder ingen henvisning til kvalitet. I stedet behandles kva-
litetsbegrepet i NOUen som en del av sikringen av opplysninger, sammen med tekniske og 
organisatoriske tiltak knyttet til konfidensialitet og tilgjengelighet.
191
 Utvalget understreker i 
sitt forslag til § 11
192
 at kvalitetskravet inneholder «korrekthet, oppdaterthet,
193
 relevans og 
fullstendighet».
194
 
 
                                                 
188
  Pol. § 14. 
189
  I NOU 1997:19 knyttes kvalitetskravet blant annet sammen med kravet om opplysningenes integritet, se for 
eksempel s. 23. 
190
  Ot.prp.nr.92 (1998-1999) s. 116. 
191
  NOU 1997:19 s. 200. 
192
  Senere vedtatt som pol. § 13. 
193
  Utvalget bruker begrepet «oppdaterthet» to ganger i NOU 1997:19 (s. 199 og 200). Begrepet stiller krav til 
at personopplysnignene som behandles er oppdaterte. Begrepet er ikke benyttet i Ot.prp.nr.92 (1998-1999) 
og Innst.O.nr.51 (1999-2000). 
194
  NOU 1997:19 s. 200. 
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I Ot.prp.nr.92 har Justisdepartementet flyttet kvalitetskravet fra § 13 til § 14. I kommentaren 
til § 14 understreker Departementet at det med kvalitet «siktes det til korrekte, fullstendige og 
aktuelle opplysninger som er relevante for formålet med behandlingen».
195
 Dette understrekes 
ytterligere av Departementets kommentar til § 13, hvor det uttales at «[k]ravet til integritet 
må ikke forveksles med krav til kvalitet som er knyttet til riktigheten av personopplysninge-
ne».
196
 Komiteen kommenterer ikke begrepet i Innst.O.nr.51, men videreførte Departementets 
forslag til lovtekst. 
 
 Dette underbygger en forståelse av begrepet i tråd med § 11 e), som sier at det er behand-
lingsansvarliges ansvar at opplysningene er «korrekte og oppdatert, og ikke lagres lenger enn 
det som nødvendig ut fra formålet med behandlingen, jf. § 27 og § 28».
197
  
 
Den overfor nevnte kommentaren er tilsynelatende i motstrid til uttalelsen fra Departementet i 
Ot.prp.nr.92. I Departementets vurdering poengteres det at internkontrollsystemet må «ses i 
sammenheng med de krav som § 13 i lovforslaget stiller til informasjonssikkerhet».
198
 Uten at 
det kan vektlegges i for stor grad, kan det påpekes at personopplysningsforskriften også trek-
ker i retning av denne tolkningen. Forskriftens første ledd annet punktum angir at tiltakene 
skal tilpasses virksomheten i den grad det er nødvendig for å oppfylle kravene i loven, med 
«særlig vekt på bestemmelser gitt i medhold av personopplysningsloven § 13».
199
  Jeg legger 
til grunn at Departementet er bevisst på sine tidligere uttalelser, slik at kommentaren må leses 
som en konkretisering av innføringen av internkontrollplikten, et krav om systematikk. Dette 
drøftes ytterligere i punkt 3.6.1.  
 
Etter av kommentarutgaven til personopplysningsloven at kravene om korrekthet og oppda-
terthet ”(sic)” henger tett sammen med kravet om at opplysningene skal være relevante for 
behandlingen.
200
 Kommentarutgaven gjentar at den behandlingsansvarlige har en selvstendig 
                                                 
195
  Ot.prp.nr.92 (1998-1999) s. 117. 
196
  Ot.prp.nr.92 (1998-1999) s. 116. 
197
  Pol. § 11 bokstav e. 
198
  Ot.prp.nr.92 (1998-1999) s. 65. 
199
  Pof. § 3-1. 
200
  Johansen m.fl. (2001) s. 122 
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plikt til å «sørge for at opplysningene er korrekte, oppdaterte og nødvendige.»
 201
 Videre un-
derstrekes det at den «behandlingsansvarlige må på eget initiativ, og med jevne mellomrom, 
foreta denne vurderingen».
202
  
 
At «kvalitet» skal forstås som en henvisning til korrekthet og oppdaterthet støttes også av 
Datatilsynet og juridisk teori. Datatilsynet uttaler at de ser på begrepet som et pedagogisk grep 
av lovgiver, og at de tolker begrepet dithen at det er en henvisning til 11 e).
203
  I note til pol. § 
14 i Rettsdata påpeker Dag Wiese Schartum at kvalitet er en «konkretisering av kravene i § 11 
første ledd bokstav e».
204
  
 
 
3.6 Fremgangsmåten for etablering av internkontroll 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet».
 205
 (min utheving) 
 
Denne delen av oppgaven søker å redegjøre for etableringsfasen av internkontrollsystemet, 
herunder sammensetningen av tiltak og vurderingen av hvilke tiltak som er anses som nød-
vendige.  
 
 
3.6.1 Vilkåret om planlagte og systematiske tiltak 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet»
206
 (min utheving) 
 
                                                 
201
  Johansen m.fl. (2001) s. 123 
202
  Johansen m.fl. (2001) s. 123 
203
  Veum og Kaspersen (17.3.2014). 
204
  Schartum, Note 75 (2012). 
205
  Pol. § 14. 
206
  Pol. § 14. 
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Som nevnt i punkt 3.3 betyr begrepet «planlagte»
 
å «legge planer for»
207
 og å «prosjekte-
re».
208
 I tillegg til å angi når internkontrollsystemet skal være på plass, angir begrepet at tilta-
kene skal følge en plan, de skal være metodisk sammensatt. For at noe skal være planmessig 
fordrer det en bevisst fremgangsmåte for å nå et mål, i dette tilfelle oppfyllelse av personopp-
lysningslovens krav.  Bruken av «planlagt» tilsier bevissthet knyttet til de forestående tiltak. 
 
Som redegjort for i punkt 3.3, ble «planlagt»
 
først brukt av Utvalget i beskrivelsen av den be-
handlingsansvarliges plikt til å etablere tiltak for å sikre informasjonssikkerheten, jf. pol. 
§13,
209
 og deretter videreført av Departementet til internkontrollplikten i § 14.
210
  Komiteen 
videreførte Departementets forslag.
211
 Ved å bruke dette begrepet understrekes behandlings-
ansvarliges plikt til å, før behandling, ta stilling til hva som skal gjøres, og iverksette de nød-
vendige forberedelsene. Begrepsbruken kan sidestilles med understrekingen av kvalitetskravet 
og det viser til en selvstendig plikt til å ha gjennomtenkte og planmessige tiltak klare på for-
hånd. 
 
Begrepet «systematisk» betyr «ordnet etter system»
212
 og «planmessig».
213
 Ved å benytte be-
grepet legges det opp til en ordnet og gjennomtenkt sammensetting av tiltakene. En systema-
tisk sammensetning av tiltak medfører at tiltakene fungerer sammen, for best mulig å kunne 
oppfylle lovens krav.  
 
Begrepet «systematisk» er grundig behandlet i forarbeidene. I NOU 1997:19 fremkommer det 
at reglene innebærer en plikt til å innføre systematiske tiltak som både påser etterlevelse og 
som dokumenterer at både personvernlovgivningen og pålegg fra Datatilsynet blir etterlevd.
214
 
Dette gjentas både i Ot.prp.nr.92
215
 og i Innst.O.nr.51.
216
 Andresen beskriver kravet om sys-
                                                 
207
  Språkrådet (2010). 
208
  Språkrådet (2010). 
209
  Av Utvalget foreslått som pol. § 11, endelig vedtatt som pol. § 13. 
210
  Ot.prp.nr.92 (1998-1999) s. 141. 
211
  Innst.O.nr.51 (1999-2000) s. 28. 
212
  Pol. § 14. 
213
  Pol. § 14. 
214
  NOU 1997:19 s. 116. 
215
  Ot.prp.nr.92 (1998-1999) s. 65. 
216
  Innst.O.nr.51 (1999-2000) s. 18. 
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tematikk som «en serie med innbyrdes sammenhengende metodetrinn».
217
 Denne beskrivelsen 
understreker den planmessige og gjennomtenkte tilnærmingen til internkontrollen. Det ideal-
typiske internkontrollsystemet består av flere planlagte tiltak, sammensatt på en måte som 
gjør at de sammen fører til etterlevelse av personopplysningsloven, i større grad enn dersom 
de hadde virket alene. 
 
Utvalget angir at tiltakene kan inkludere «kartlegging av krav (i aktuelle regler), risikovurde-
ring, fastlegging av mål, tiltaksvurdering og evaluering».
218
 Til tross for at Departementet 
ikke direkte gjentar de overfor nevnte tiltak, understreker det i Ot.prp.nr.92 at etableringen må 
ses i sammenheng med kravene loven stiller til informasjonssikkerhet i § 13.
219
 Paragraf 13 
skal sikre opplysningenes konfidensialitet, integritet og tilgjengelighet,
220
og dennes forskrift 
stiller relativt like krav som de fremstilt NOUen.  
 
Personopplysningsforskriftens kapittel 2 om informasjonssikkerhet inneholder 16 ulike be-
stemmelser, og kan beskrives som «storebror når det kommer til systematikk».
221
 Kapittel 2 
trekker frem ulike momenter som bør
222
 inngå i systemet, herunder en overordnet oversikt 
over behandlinger, formål og sikkerhetsmål,
223
 en risikovurdering som kartlegger hva som er 
akseptabel risiko,
224
 og sikkerhetsrevisjon av informasjonssystemet som benyttes.
225
 Videre 
stilles det krav til rutiner for avviksbehandling,
226
 klare ansvars og myndighetsforhold for 
bruk av informasjonssystem.
227
 Kravene etter forskriftens kapittel to er i stor grad sammenfal-
lende med Utvalgets forslag i NOU 1999:19, og henvisningen fra Ot.prp.nr.92 kan dermed 
leses som en videreføring av Utvalgets foreslåtte tiltak. Datatilsynet understreker også at det 
                                                 
217
  Andresen (2010) s. 76. 
218
  NOU 1997:19 s. 202. 
219
  Ot.prp.nr.92 (1998-1999)  s. 65. 
220
  Pol. § 13. 
221
  Veum og Kaspersen (17.3.2014). 
222
  I likhet med etter reglene om internkontroll gjelder er det et forholdsmessig krav om informasjons -
sikkerhet. 
223
  Pof. § 2-3. 
224
  Pof. § 2-4. 
225
  Pof. § 2-5. 
226
  Pof. § 2-6. 
227
  Pof. § 2-7. 
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foreligger en kartleggingsplikt. De slår fast at det «er en forutsetning for tilfredsstillende in-
ternkontroll at den behandlingssansvarlige identifiserer alle de ulike behandlingene som virk-
somheten svarer for».
228
 Personopplysningsforskriftens § 3-1 tredje ledd bokstav a til f spesi-
fiserer en rekke tiltak som kan inkluderes i internkontrollplikten.
229
 Alternativene dekker flere 
aspekter av internkontrollen og fremhever den systematiske tilnærmingen til internkontroll-
plikten som loven legger opp til.  «[P]lanagt og systematisk [tiltak]står her i motsetning til 
sporadiske eller rent situasjonsbetingede tiltak».
230
 
 
Som redegjort for ovenfor, stadfestes det av ordlyden, forarbeidene og Datatilsynets praksis at 
den behandlingsansvarlige må kartlegge de aktuelle pliktene og rettighetene redegjort for i 
punkt 3.5.2 og 3.5.3. De aktuelle pliktene må møtes med aktuelle tiltak, som redegjort for i 
punkt 3.5.1. Tiltakene som vurderes må deretter systematisk og planmessig settes sammen. En 
praktisk tilnærming til systematisering og planmessigheten beskrives i Datatilsynets veiledere. 
Datatilsynets veiledere har en tredelt tilnærming til systematikken av internkontrollen. De 
skiller mellom den styrende, den gjennomførende og den kontrollerende delen.  Den styrende 
består av kartleggingen av virksomhetens behandling og består videre av mål og føringer for 
gjennomføringen. Den gjennomførende delen består av de enkelte rutiner knyttet opp til en-
keltsituasjoner og ulike former for behandling. Rutinene gjennomføres av de ansatte. Den 
kontrollerende delen inneholder retningslinjer for revisjon av systemet og skal i tillegg fange 
opp eventuelle avvik.
231
 
 
Den samme tredelingen ble anvendt av Personvernnemnda i sak PVN-2005-11. Datatilsynet 
vurderte Statens Vegvesens internkontrollsystem i forhold til delt behandlingsansvar med de 
ulike bomselskapene. PVN bekreftet Datatilsynets vurdering av systemet, som la opp til at 
                                                 
228
  Datatilsynet (2013e) punkt 5.7 s. 7.    
229
  Pof. § 3-1 tredje ledd (…) a) innhenting og kontroll av de registrertes samtykke, jf. personopplysningloven 
§§ 8, 9 og 11, b) vurdering av formål med behandling av personopplysninger i samsvar med personopplys-
ningsloven § 11 bokstav a, c) vurdering av personopplysningenes kvalitet i forhold til det definerte formålet 
med behandling av opplysningene, jf. personopplysningsloven §§ 11 bokstav d og e, 27 og 28, samt oppføl-
ging av eventuelle avvik, d) oppfyllelse av begjæringer om innsyn og informasjon, jf. personopplysningslo-
ven §§ 16 til 24, e) oppfyllelse av krav fra den registrerte om reservasjon mot visse former for behandling av 
personopplysninger, jf. personopplysningsloven §§ 25 og 26, (…). 
230
  Andresen (2011) s. 109. 
231
  Datatilsynet (2009) punkt 5.8 s. 7. 
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hovedselskapet etablerte retningslinjene, og sto for den etterfølgende kontrollen, mens ekster-
ne selskaper sto for den daglige driften, herunder for den gjennomførende delen av internkon-
trollen. PVN bekreftet Datatilsynets vurdering om at de nevnte retningslinjene ville være til-
strekkelig til å oppfylle kriteriet om styrende elementer. PVN viste til Datatilsynets brev av 
24.2.2005 s.3.
232
 
 
Den styrende delen av internkontrollen består av den overfor nevnte kartleggingen av plikter 
og rettigheter, sammen med en nødvendighetsvurdering. Kartleggingen må inneholde en opp-
datert oversikt over hvilke opplysninger som behandles, og hvilke behandlinger det er tale 
om. Nødvendighetsvurderingen drøftes ytterligere i punkt 3.6.2. De aktuelle tiltakene blir der-
etter innført i virksomheten. Den kontrollerende delen består av og dokumentasjon av den 
gjennomførende delen.
233
 De systematiske tiltakene kan beskrives som risikoreduserende til-
tak: de skal redusere risikoen for og foregripe eventuelle krenkelser av loven.
234
 
 
Som vist under i punkt 3.5.1 kan tiltakene ha mange former, alt etter hvilken plikt som skal 
oppfylles. For å sikre opplysningenes kvalitet, har BI innført flere ledd med tiltak. For det 
første må studenten ved førstegangsregistrering bekrefte at de registrerte data er korrekte. Vi-
dere foretas det jevnlige jevnlig adresse-, person- og reservasjonsvask opp mot offentlige re-
gister som folkeregisteret og Brønnøysund. I tillegg kan studentene selv til enhver tid kontrol-
lere og rette egne opplysninger via en nettportal.
235
  
 
Et eksempel på en virksomhet som ikke hadde lagt ned tilstrekkelig arbeid i kartleggingen av 
egne plikter og de registrertes rettigheter finnes i PVN-2009-22. NAV mente de var fritatt fra 
informasjonsplikten i pol. § 20 annet ledd bokstav a, og hadde derfor heller ikke etablert ruti-
ner for å informere den registrerte ved innhenting av opplysninger fra andre enn den registrer-
te. Datatilsynets pålegg om å etablere rutiner i tråd med pol. § 20 og § 14 ble påklaget av 
NAV, men fikk ikke medhold av PVN.
236
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  PVN-2005-11. 
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  Datatilsynet (2009) punkt 5.8 s. 7. 
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  Andresen (2010) s. 104 
235
  Johansen (2.4.2014). 
236
  PVN-2009-22. 
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Etter dette kan det slås fast at det med «planlagte og systematiske» i § 14 etableres en plikt for 
virksomheten til å kartlegge hvilke opplysninger som behandles, hva slags behandlinger som 
skal gjennomføres, hvilke plikter det utløser for virksomheten og hvilke rettigheter det utløser 
for den registrerte. De tiltakene som vurderes må settes sammen på en planmessig og syste-
matisk måte, som fordrer en best mulig gjennomføring. En praktisk tilnærming til «planlagt 
og systematisk» fremkommer i PVN-2005-11 og Datatilsynets veiledningspraksis, som deler 
de ulike tiltakene deles i tre ulike kategorier, styrende, gjennomførende og kontrollerende. 
 
 
3.6.2 Vilkåret om nødvendige tiltak 
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet».
 237
 (min utheving) 
 
Lovens ordlyd stadfester at det skal etableres tiltak som er «nødvendige». Nødvendig betyr 
«som trengs»
238
 og «påkrevd»
 239
, «uunværlig».
240
 Bestemmelsen legger med denne ordlyden 
opp til en to-leddet vurdering av de etablerte tiltakene. For det første skal tiltakene som er 
nødvendig for å oppfylle kravene i og i medhold av innføres i virksomheten. For det annet 
trenger ikke internkontrollsystemet å strekke seg lenger enn det som er nødvendig for å opp-
fylle kravene. Med «nødvendig» angir lovgiver den den øvre og nedre grensen for hva som 
kreves av internkontrollsystemet. 
 
Forarbeidene benytter begrepet «nødvendig» på ulikt vis. Utvalget nøyer seg med å slå fast i 
sitt forslag til lovtekst at behandlingsansvarlig skal etablere internkontrollsystem som «sik-
rer»
241
 overholdelse av loven. Departementet introduserer begrepet som en del av sitt forslag 
til lovtekst i Ot.prp.nr.92.
242
 Begrepet videreføres av Komiteen, som beholder begrepet i sitt 
forslag til lovtekst, uten å kommentere det.
243
 Imidlertid understreker Komiteen 
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  Pol. § 14. 
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  Språkrådet (2010). 
239
  Språkrådet (2010). 
240
  Språkrådet (2010). 
241
  NOU 1997:19 s. 144. 
242
  Ot.prp.nr.92 (1998-1999) s. 141. 
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at behandlingsansvarlige skal «påse» at lovgivningen og Datatilsynets vedtak etterleves.
244
 
Justisdepartementet kommenterer heller ikke begrepet «nødvendig», men fremhever at den 
behandlingsansvarlig skal «sikre» at forpliktelsene i loven etterleves.
245
 Samtlige momenter 
knyttet til behandlingen av personopplysningene må dermed vurderes for å kunne fastsette 
omfanget og nivået av internkontrollsystemet.  
 
Utvalget fastsetter en minimumsplikt. Det konstaterer at behandlingsansvarlig etter lovforsla-
get er forpliktet til å gjennomføre en «kartlegging av krav (i aktuelle regler), risikovurdering, 
fastlegging av mål, tiltaksvurdering og evaluering».
246
 Etter Utvalgets mening kan gjennom-
føringen av vurderingene i noen tilfeller være tilstrekkelig; det er ikke alltid nødvendig å inn-
føre nye tiltak.
247
 Dette støttes av juridisk teori. I kommentarutgaven til personopplysningslo-
ven fremheves det at etableringen bør «som et minimum inneholde kartlegging av krav (aktu-
elle regler), risikovurdering, fastlegging av mål, tiltaksvurdering og evaluering».
248
  
 
Denne tilnærmingen legger opp til en stor grad av fleksibilitet, da oppgaven av å vurdere 
hvilke tiltak som er nødvendig overlates til den behandlingsansvarlige. Personopplysningslo-
ven trekker opp et vist rammeverk, men det er virksomheten selv som bestemmer utstrek-
ningen av tiltakene. Et unntak fra denne fleksibiliteten er kravet om databehandleravtaler ved 
utkontraktering av behandling av virksomhetens personopplysninger.
249
 Her er den behand-
lingsansvarlige forpliktet til å regulere forholdet med kontrakt.
250
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  Innst.O.nr.51 (1999-2000) s. 28. 
244
  Innst.O.nr.51 (1999-2000) s. 18. 
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  Ot.prp.nr.92 (1998-1999) s. 65 og s.  117. 
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  NOU 1997:19 s. 202. 
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  NOU 1997:19 s. 202. 
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  Johansen m.fl. (2001) s. 135. 
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  Andresen (2010) s. 98-99. 
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  Pol. § 15. Databehandlerens rådighet over personopplysninger. 
En databehandler kan ikke behandle personopplysninger på annen måte enn det som er skriftlig avtalt med 
den behandlingsansvarlige. Opplysningene kan heller ikke uten slik avtale overlates til noen andre for lag-
ring eller bearbeidelse. 
I avtalen med den behandlingsansvarlige skal det også gå frem at databehandleren plikter å gjennomføre 
slike sikringstiltak som følger av § 13. 
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I juridiske teori
251
 er det fremhevet at loven kun etablerer plikt til å vurdere hvilke tiltak som 
er nødvendige, uten at det stilles minimumskrav til hvilke tiltak som skal iverksettes. Eventu-
elle tiltak må likevel være «tilfredsstillende»
252
 i forhold til hva som anses som «nødven-
dig».
253
 Videre understrekes det at hvilke «konkrete krav som må stilles avhenger særlig av 
hvor alvorlige krenkelser av personvernet som kan oppstå dersom opplysningskvaliteten svik-
ter».
254
  
 
Personopplysningsforskriften§ 3-1 tredje ledd kan synes å bryte med lovens utgangspunkt om 
at en bare skal igangsette de tiltak som virksomheten finner nødvendig. Ordlyden pålegger 
den behandlingsansvarlige en plikt til å iverksette flere konkrete tiltak. Gjennom seks under-
punkter, bokstav a til f, fastsettes ulike konkrete rutiner, som personopplysningsforskriften gir 
uttrykk for at virksomheten er forpliktet til å ha disse rutinene, uavhengig av hva en vurderer 
som «nødvendig». De to tilsynelatende motstridende signalene kan gjøre det vanskelig å vite 
hvor terskelen ligger for hva som er tilstrekkelig for å oppfylle internkontrollplikten. 
 
Nødvendighetsvurderingen tar utgangspunkt i resultatet av kartleggingen. Andresen beskriver 
risikovurderingen som en «aktivitet som skal systematisere, og eventuelt generere, kunnska-
per om risiko».
255
 Av relevante momenter trekker han fram hva som kan føre til at mål ikke 
innfris, hva som kan redusere risikoen inntrer, og om det er tiltak som kan redusere skadene 
dersom det skulle skje.
256
 Hvilke tiltak som er nødvendige vil blant annet avhenge av hvilke 
opplysninger som behandles, hvor sensitive de er, hvilke behandlinger det er tale om og hvor 
lenge de lagres. Det vil også være relevant hvor mange som vil rammes av en eventuell kren-
kelse, hvor store mengder data som lagres og hvem som har tilgang til opplysningene. Andre-
sen trekker frem at risikovurderingen krever et «velutviklet begrepsapparat, og erfaringer 
med metoden, i tillegg til de fagkunnskapene som inngår i vurderingene».
257 
Dette fører til at 
det kan være «ressurskrevende og byrdefullt å utarbeide en pålitelig og veldokumentert risi-
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  Schartum og Bygrave (2011) s. 172. 
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  Schartum og Bygrave (2011) s. 172. 
253
  Schartum og Bygrave (2011) s. 172. 
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  Schartum (2013) s. 80. 
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  Andresen (2011) s. 105. 
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  Andresen (2011) s. 107. 
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kovurdering, særlig for små virksomheter».
258
 Det understrekes i kommentarutgaven til per-
sonopplysningsloven at «[n]ivået og omfanget av internkontrollen må tilpasses omfanget av 
behandlingen og hvilke opplysninger som behandles.»
259
 Det følger av ordlyden, forarbeidene 
og juridisk teori at den behandlingsansvarlige som et minimum må foreta en kartlegging og en 
vurdering av hvilke tiltak som er nødvendige for å oppfylle personopplysningslovens krav. 
Videre er det ikke er noen minimumsplikt til hvilke tiltak som settes i gang, det må bare 
iverksettes tiltak i den grad det er nødvendig. 
 
I tillegg til at de nødvendige tiltakene skal etableres, skal de i etter personopplysningsforskrif-
ten tilpasses. Forskriften understreker at tiltakene skal tilpasses ut fra virksomhetens «art, 
aktiviteter og størrelse (…)».260 Det er en videreføring av lovteksten og forarbeidenes ut-
gangspunkt, en utbrodering av den påkrevde systematiske tilnærmingen som kreves. Tilpas-
ningskravet etter «virksomhetenes art, aktiviteter og størrelse»
261
 innebærer en kartlegging lik 
den beskrevet overfor, og en etterfølgende systematisk tilnærming til hvordan tiltakene best 
kan fungere innad i den enkelte virksomheten. Datatilsynet tolker tilpasningskravet i forskrif-
ten inn under nødvendighetskravet i loven og internkontrollen må tilpasses virksomheten, 
både i form av hvilke plikter som skal oppfylles, hvordan systemet skal organiseres og hvem 
som løser de ulike oppgavene.
262
 
 
3.7 Plikten til å holde internkontrollsystemet vedlike  
«Den behandlingsansvarlige skal etablere og holde vedlike planlagte og systematiske tiltak 
som er nødvendige for å oppfylle kravene i eller i medhold av denne loven, herunder sikre 
personopplysningenes kvalitet».
 263
 (min utheving) 
 
Vedlikehold betyr å «å holde vedlike»,
264
  og å «holde i stand».
265
 Ordlyden legger opp til en 
plikt til å utføre endringer som anses nødvendig for å holde internkontrollsystemet i stand til å 
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oppfylle kravene i og i medhold av personopplysningsloven. Det følger av bestemmelsen at 
vedlikeholdsplikten gjelder både eventuelle endringer som må gjøres i forhold til lovendringer 
og vedtak fra forvaltningsorganene.  
 
Vedlikeholdsplikten ble introdusert av Utvalget i NOU 1997:19, som understreket at «[in-
ternkontrollsystemet] og dokumentasjonen må ajourføres fortløpende etter som forholdene 
endrer seg».
 266 
Dette ble gjentatt i Ot.prp.nr.92.
267
 Vedlikeholdsplikten er ikke kommentert i 
Komiteens innstilling, men fremgår av deres forslag til lovtekst.
268
 
 
En utbredt måte å angi de formelle kravene til internkontrollsystemet er å peke tilbake til 
hjemmelslovens øvrige regler. Internkontrollens angitte formål er da å sikre at kravene i lov 
eller i medhold av lov oppfylles. Formuleringen «krav fastsatt i eller i medhold av denne lov» 
tilsier at internkontrollsystemet også må reflektere relevante endringer i loven. Denne utfor-
mingen av plikten pålegger virksomheten å gjennomføre de aktiviteter som er nødvendige for 
å opprettholde samsvar med til en hver tid gjeldende lovverk.
269 
Dette støttes av personopp-
lysningsforskriften, som bruker begrepet «gjeldende regler».
270
 Dette understreker plikten for 
behandlingsansvarlig å iverksette et internkontrollsystem som er oppdatert på etableringstids-
punktet og rutiner som sikrer at systemet er oppdateres ved lovendring. Til sist kreves det at 
behandlingsansvarlig på nytt vurderer hvilke rettigheter og plikter som utløses ved igangset-
ting av nye behandlinger eller endringer av eksisterende ordninger.  
 
Som vist over kan vedlikeholdsplikten utløses på to måter: for det første ved endringer i lo-
ven, for det annet ved endringer i den behandlingsansvarliges virksomhet. Vedlikeholdsplik-
ten rammer både tiltaksplikten og dokumentasjonsplikten, og fordrer at den behandlingsan-
svarlige holder seg oppdatert og implementerer eventuelle endringer i loven og vedtak fra 
Datatilsynet og PVN.  
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I følge personvernombudet i Schibsted, Lars Vinden kan det være utfordrende å holde intern-
kontrollsystemet oppdatert i forhold til teknologiske nyvinninger. Et eksempel er bruken av 
skytjenester.
271
 Arbeidsgruppe 29 uttalte seg i 2012 om forståelsen av internkontrollordning-
en. I «Opinion 05/2012 on Cloud Computing» slo gruppen fast at internkontrollplikten også 
gjaldt for virksomheter som behandlet personopplysninger i nettskyen.
272
 Denne uttalelsen ble 
innarbeidet i Datatilsynets veiledning innen fem måneder fra publisering.
273
 Schibsted sa i 
utgangspunktet nei til at de ansatte kunne benytte skytjenester i utførelsen av arbeidet sitt. 
Etter å ha innsett at en ikke kunne «kjempe i mot» og at skytjenestene hadde flere praktiske 
fordeler, valgte de motsatt tilnærming. Etter å ha vurdert de ulike skytjenestene, valgte virk-
somheten å anbefale to av disse, samt utarbeide en intern veileder for bruken. På denne måten 
kunne de ansatte fortsette å benytte seg av den praktiske teknologien, mens virksomheten 
kunne ha kontroll på behandlingen av personopplysningene. De anbefalte skytjenestene gjør 
det mulig for Schibsted å drive tilgangsstyring og ha tilfredsstillende sikkerhetstiltak.
274
 
 
Et eksempel på at virksomheten må forholde seg til et nytt enkeltvedtak finnes i PVN-2012-
10. Etter å ha gjennomført en varslet kontroll hos Stiftelsen Suss-telefonen, påla Datatilsynet 
virksomheten å gjennomføre endringer både i form av tiltak som sletting, utlevering, informe-
ring av brukere, samt ulike endringer på virksomhetens nettside. Virksomheten påklaget ved-
taket, men klagen fikk ikke medhold. I vedtaket slo PVN fast at påleggene medførte så store 
endringer at virksomheten måtte skrive om internkontrollsystemet sitt.
275
 
 
Et annet eksempel er PVN-2009-11 «Nasjonalbiblioteket», som omhandlet endrede konse-
sjonsvilkår. Nasjonalbibliotekets oppgave er å bevare samtiden for ettertiden.
276
 Siden 2002 
har Nasjonalbiblioteket med konsesjon foretatt nedlasting og oppbevaring av informasjon fra 
Internett. Konsesjonen har vært heftet med et vilkår om at materialet ikke skulle tilgjengelig-
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  «Nettsky, eller Cloud Computing, er en samlebetegnelse på alt fra dataprosessering og datalagring til pro-
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gjøres for allmenheten. I 2006 søkte biblioteket ny konsesjon, med ønske om muligheten til å 
tilgjengeliggjøre materiale for forskning og dokumentasjon. Konsesjonen ble innvilget i 2009, 
men med vilkår om at det måtte tilrettelegges for oppfyllelse av informasjonsplikten, samt 
mulighet for tilsvar, bemerkninger eller motinnlegg i det innsamlede materialet. Nasjonalbi-
blioteket påklaget vedtaket. Klagen fikk delvis medhold. PVN reduserte tilsynets vedtak om 
informasjonsplikt til å kun gjelde pol. § 19 bokstav e, informasjon om rett til reservasjon, til-
svar, innsyn, retting og klausulering. Denne retten skulle sikres gjennom rutiner for retting og 
utfylling av ukorrekte eller ufullstendige opplysninger, jf. pol. § 27. I tillegg fant nemnda at 
gjennomføring av rutinene måtte sikres gjennom kontrollrutiner og dokumentering i tråd med 
pol. § 14.
277
 
 
Vedlikeholdsplikten krever også at endringer i dem behandlingsansvarliges virksomhet gjen-
speiles i internkontrollrutinen. Enhver endring i behandlingen av personopplysninger vil da 
utløse en plikt til å på nytt vurdere eventuelle endringer i internkontrollsystemet. Også end-
ringer i virksomheten, nye ansatte eller informasjonssystemet
278
 kan utløse en revisjon av in-
ternkontrollen. Andresen uttaler at revisjonsplikten består av en syklisk gjennomgang av hele 
systemet, hvor «[h]ensikten er systemforbedring og organisatorisk læring».
279
  
  
Personvernombudet på BI, Terje Johansen, forteller at hovedutfordringen ligger i vedlikehol-
det av internkontrollen. Etablering og kontroll av systemet fungerer, men den stadige strøm-
men av nye aktuelle henvendelser gjør det utfordrende å få gjennomført større gjennomganger 
og revisjoner av internkontrollsystemet.
280
 Mindre justeringer kan gjøres underveis, men en 
fullstendig revisjon krever at det settes av tid og ressurser. En revisjon av internkontrollsys-
temet vil også kunne fordre spredning av nye retningslinjer og ny opplæring av ansatte. Det 
kreves dermed ressurser til både revisjonen og etterfølgende oppfølging.   
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3.8 Vilkåret om å dokumentere internkontrollen 
«Den behandlingsansvarlige skal dokumentere tiltakene. Dokumentasjonen skal være til-
gjengelig for medarbeiderne hos den behandlingsansvarlige og hos databehandleren. Doku-
mentasjonen skal også være tilgjengelig for Datatilsynet og Personvernnemnda».
 281
 (min 
utheving) 
 
Det følger av lovens ordlyd at behandlingsansvarlig skal «dokumentere» tiltakene. Å doku-
mentere betyr å «bevise»
282
 å «stadfeste»
 283
 å «godtgjøre».
284
 Ordlyden legger opp til at do-
kumentasjonen skal bevise at virksomheten har etablert internkontrollsystemet. Videre frem-
heves det at dokumentasjonen skal være «tilgjengelig» for både medarbeidere og de to for-
valtningsorganene. At noe er tilgjengelig betyr at en kan «få noe ut av»
285
 det og er noe «en 
har adgang til».
286
 At dokumentasjonen skal være tilgjengelig legger dermed opp til to ting; 
både at den skal være tilgjengelig i form av utlevering, og at den skal være utformet på en 
måte som gjør den tilgjengelig og forståelig, for både medarbeidere og forvaltningsorganene. 
 
Det fremkommer av Komiteens forslag i Innst.O.nr.51 at dokumentasjonen skal vise at krave-
ne etter lovgivningene og påleggene fra Datatilsynet blir fulgt.
287
 Det er en gjentagelse av 
forslaget i NOU 1997:19,
288
 som ble gjentatt i Ot.prp.nr.92.
289
  
 
I forarbeidene uttales det at internkontrollen skal forenkle kontrollprosessen til Datatilsynet. I 
NOUen understrekes det at muligheten til å be om innsyn i internkontrolldokumentasjonen 
ville «(…) gjøre det enklere for Datatilsynet å sile ut de virksomhetene som bør utsettes for 
ytterligere kontroll».
290
 Dette ble gjentatt i Departementets vurdering.
291
 Departementet un-
                                                 
281
  Pol. § 14 annet ledd. 
282
  Språkrådet (2010). 
283
  Språkrådet (2010). 
284
  Språkrådet (2010). 
285
  Språkrådet (2010). 
286
  Språkrådet (2010). 
287
  Innst.O.nr.51 (1999-2000) s. 18. 
288
  NOU 1997:19 s. 202. 
289
  Ot.prp.nr.92 (1998-1999) s. 65. 
290
  NOU 1997:19 s. 116-117. 
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derstreker at internkontrollen, herunder både tiltakene og dokumentasjonen er ledd i en plikt 
til å regulere og kontrollere seg selv.
 292
 Et ledd av denne forenklingen er kravet til tilgjenge-
lighet. Det følger av lovteksten og Ot.prp.nr.92 at dokumentasjonen skal være tilgjengelige 
for ansatte hos behandlingsansvarlig, databehandlere og tilsynsmyndigheten. I Ot.prp.nr.92 
legges det opp til en nødvendighetsvurdering av hvor tilgjengelig dokumentasjonen skal være, 
knyttet til medarbeiderens behov for tilgang i forhold til hans arbeidsoppgaver.
293
 Denne plik-
ten understrekes også av forskriften.
294
 I beskrivelsen av hvem som skal ha tilgang til doku-
mentene, bruker forskriften den lite konkrete beskrivelsen «de den måtte angå».
295
 
 
I tillegg til en mer effektiv seleksjon av hvilke virksomheter som bør kontrolleres, trekker 
Utvalget i NOUen frem at dokumentasjons- og innsynskravet vil føre til «mer effektiv kontroll 
ved bruk av mindre ressurser».
296
 Også dette er gjengitt i Departementets vurdering.
297
 Det 
setter krav til dokumentasjonen. Den må være av tilstrekkelig kvalitet og være tilstrekkelig 
oppdatert for å kunne etterprøves av tilsynsorganet.
298
 Dette hensynet trekkes også frem i ju-
ridisk teori, Andresen uttaler at «dokumentasjon av organiseringen formodentlig letter ekster-
ne tilsynsorganers arbeid med å orientere seg og planlegge sitt arbeid».
299
 Både ordlyden og 
forarbeidene etablerer dermed et krav om at dokumentasjonen skal være utformet på en måte 
som gjør det mulig for de ansatte å bruke de i sitt virke og for forvaltningsmyndighetene å 
bruke de i sin kontrollvirksomhet.  
 
Departementet understreker i Ot.prp.nr.92 at dokumentasjonsplikten bør utbroderes i for-
skrift.
300
 Personopplysningsforskriften understreker at dokumentasjonen skal være «tilstrekke-
lig (…) for gjennomføringen av de ovenstående rutiner», 301 med henvisning til § 3-1 tredje 
                                                                                                                                                        
291
  Ot.prp.nr.92 (1998-1999) s. 65. 
292
  Ot.prp.nr.92 (1998-1999) s. 87. 
293
  Ot.prp.nr.92 (1998-1999) s. 117. 
294
  Pof. § 3-1 annet ledd. 
295
  Pof. § 3-1 annet ledd. 
296
  NOU 1997:19 s. 116. 
297
  Ot.prp.nr.92 (1998-1999) s. 65. 
298
  Andresen (2010) s. 109. 
299
  Andresen (2010) s. 97. 
300
  Ot.prp.nr.92 (1998-1999) s. 87. 
301
  Pof. § 3-1 annet ledd. 
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ledd bokstavene a til f. Schartum påpeker i kommentaren til pol. 14 at dokumentasjonskravet 
etter § 14 er likeartet med det i § 13.
302
 Departementet understreket i Ot.prp.nr.92 at formålet 
med dokumentasjonen «først og fremst er å bidra til at sikkerhetskravene etterleves i virk-
somhetens drift, og for å oppnå dette må dokumentasjonen rettes til medarbeiderne i virksom-
heten».
303
 Videre påpeker Departementet at dokumentasjonen skal gi «grunnlag for kon-
troll»
304
 av Datatilsynet, PVN og «eventuelle andre som utfører tjeneste for tilsynsmyndighe-
ten».
305
 I dokumentasjonen må virksomheten kartlegge hvilke lover de reguleres av, hvilke 
plikter det utløser og hvilke krav som stilles til virksomheten. Dokumentasjonen må vise at 
det er gjennomført selvstendige vurderinger, og at de i tilstrekkelig grad gjenspeiler lovens 
krav. Videre må den vise hvilke rutiner som iverksettes, og at disse etterleves og kontrolleres. 
 
Dokumenteringsplikten konkretiseres i Ot.prp.nr.92, hvor Departementet understreker at den 
behandlingsansvarlige har en plikt til å «dokumentere hvilke tiltak som gjennomføres».
306 
Det-
te er en gjentagelse av Utvalgets forslag.
307
 I NOU 1997:19 fremhever Utvalget at dokumen-
tasjonen skal vise at systematiske tiltak er etablert og at de etterleves.
308
 Forarbeidene etable-
rer her et krav om å dokumentere kontrollvirksomheten. Virksomheten plikter å dokumentere, 
å bevise, at de etterlever egne tiltak.  
 
Datatilsynets veiledere deler dokumentasjonen inn i tre kategorier, de styrende, gjennomfør-
ende og kontrollerende dokumentene.
309
 Dette er sammenfallende med de ulike tiltakskatego-
riene beskrevet i juridisk teori og PVN-praksis, jf. punkt 3.5.1. Denne pedagogiske inndeling-
en gjør det både enklere å følge opp og gjennomføre internkontrolltiltakene, samt kontrollere 
gjennomføringen av dem. I tillegg legger disse dokumentene et godt grunnlag for revisjon av 
internkontrollen, da faktisk gjennomføring kan kontrolleres opp mot de opprinnelige målene.  
 
                                                 
302
  Schartum, Note 76 (2012) punkt 5.8. 
303
  Ot.prp.nr.92 (1998-1999) s. 116. 
304
  Ot.prp.nr.92 (1998-1999) s. 116. 
305
  Ot.prp.nr.92 (1998-1999) s. 116. 
306
  Ot.prp.nr.92 (1998-1999) s. 65. 
307
  NOU 1997:19 s. 116. 
308
  NOU 1997:19 s. 117. 
309
  Datatilsynet (2009) punkt 5.8 s. 9. 
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En tilleggseffekt av dokumentasjonskravet og utleveringsplikten til Datatilsynet er at virk-
somheten tvinges til å begrunne avgjørelsene sine. Det kan føre til både større bevissthet om-
kring valgene som blir tatt og en legger ned mer arbeid i prosessen. tillegg vil det føre til en 
ansvarliggjøring av de involverte, både ved etablering og gjennomføring. Dokumentasjonen 
vil også føre til at de ulike oppgavene identifiseres og synliggjøres internt i firmaet.
310
  
 
 
3.9 Sanksjoner for brudd på plikten 
Brudd på internkontrollplikten kan utløse flere sanksjoner. Det vanligste er at Datatilsynet 
vedtar pålegg til virksomheten om å gjennomføre ulike handlinger, innenfor en gitt frist. På-
leggene kan være generelle, eller spesifikt knyttet til en spesiell sak. Videre har Datatilsynet 
anledning til å ilegge overtredelsesgebyr. Det kan noteres at det er behandlingsansvarlig som 
har bevisbyrden for at internkontrollplikten er oppfylt.
311
 
 
En vanlig sanksjon etter stedlig kontroll
312
 av en virksomhet er generelle pålegg om å innføre 
hele eller deler av internkontrollsystemet. Et eksempel på det er Datatilsynets vedtak rettet 
mot Kvænangen kommune, som slo fast at «[k]ommunen må oppdatere og implementere in-
ternkontroll i samsvar med personopplysningslovens § 14 (…)»,313 innen tre måneder.314 Et 
mer konkret eksempel er vedtaket rettet mot Utdanningsdirektoratet, som slo fast at 
«[v]irksomheten må etablere en oversikt over de enkelte behandlinger av personopplysnings-
loven i samsvar med personopplysningslovens § 14 og § 13 (…)»,315 og vedtaket som påla 
Arbeidstilsynet å «gi tilstrekkelig informasjon til den registrerte og dokumenterte rutiner for 
det, i samsvar med personopplysningsloven § 14».
316
 
 
                                                 
310
  Andresen (2010) s. 97. 
311
  Datatilsynet (2013e) punkt 5.7 s. 17. 
312
  Med stedlig kontroll menes kontroll av en virksomhet ved fysisk besøk hos virksomheten. 
313
  Datatilsynet (2012b) punkt 5.7. 
314
  Datatilsynet (2012b) punkt 5.7. 
315
  Datatilsynet (2013b) punkt 5.7. 
316
  Datatilsynet (2013d) punkt 5.7. 
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Et eksempel på sistnevnte er et pålegg rettet mot Kripos sitt sentrale straffe- og politiopplys-
ningsregister («SSP»). I 2007 ble Kripos klaget inn til Datatilsynet,
317
 etter at klager hadde 
blitt konfrontert med en gammel pågripelse ved grensepassering mellom Norge og Russland. 
Opplysningene gjaldt en pågripelse for besittelse av hasj, 20 år tidligere.
318
 Datatilsynet påla 
Kripos å slette opplysningene om personen, som var registret i SSP.
319
 Vedtaket ble påklaget 
av Kripos, men PVN opprettholdt Datatilsynets vedtak.
320
 
 
Dersom pålegget ikke etterleves, kan Datatilsynet ilegge virksomheten tvangsmulkt. Etter pol. 
§ 47 kan Datatilsynet, ved manglende etterfølgelse av pålegg gitt med hjemmel i § 12, § 27, § 
28 og § 46, ilegge virksomheten en løpende tvangsmulkt. Mulkten løper da fra oppfyllelses-
fristen til det faktiske er oppfylt.
321
 Tvangsmulkten begynner ikke å løpe før klagefristen er 
gått ut.
322
 I 2012 ble seks virksomheter ilagt tvangsmulkt for brudd på internkontrollplikten.
323
   
 
En annen reaksjonsform er overtredelsesgebyr. Datatilsynet fikk i 2009 hjemmel til å ilegge 
overtredelsesgebyr på opptil ti ganger grunnbeløpet
324
 til virksomheter som bryter personopp-
lysningsloven.
325
 I 2120 ble det gitt overtredelsesgebyr i totalt syv saker, i størrelsesordenen 
kr. 49 000 til kr. 250 000. Det understrekes i PVN-2011-1 at Datatilsynet «må dokumentere i 
sitt vedtak at momentene [i § 46 bokstavene a til h]
326
 har vært særlig vurdert»
327
, for at ved-
                                                 
317
  Saksnr. 07/00567-6GS hos Datatilsynet. 
318
  «Saken ble henlagt på grunn av bevisets stilling i 1989», jf. PVN-2008-2.  
319
  Datatilsynet (2007) punkt 5.7 s. 1. 
320
  PVN-2008-2. 
321
  Pol. § 47 første ledd. 
322
  Pol. § 47 annet ledd. 
323
  Datatilsynet (2012b) s. 30. 
324
  Grunnbeløpet per 1. mai 2013 er kr. 85 245, noe som tilsvarer maksimalt kr. 850 245 i overtredelsesgebyr, 
jf. NAV. 
325
  Lov om endringer i personopplysningsloven mv. (2009) (forskriftshjemmel, overtredelsesgebyr og  
innkreving av tvangsmulkt), som trådte i kraft 09.01.2009. 
326
  § 46 (…) Ved vurderingen av om overtredelsesgebyr skal ilegges, og ved utmålingen, skal det særlig legges 
vekt på  a) hvor alvorlig overtredelsen har krenket de interesser loven verner, b) graden av skyld,  c) om 
overtrederen ved retningslinjer, instruksjon, opplæring, kontroll eller andre tiltak kunne ha forebygget over-
tredelsen, d) om overtredelsen er begått for å fremme overtrederens interesser, e) om overtrederen har hatt 
eller kunne ha oppnådd noen fordel ved overtredelsen, f) om det foreligger gjentakelse, g) om andre reak-
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taket ikke skal være mangelfullt. I den aktuelle saken var det ikke dokumentert at disse mo-
mentene var vurdert, og saken ble derfor returnert for ny behandling av Datatilsynet. Dette 
standpunktet er senere gjentatt av PVN.
328
 Datatilsynet har vært tilbakeholdne med å ilegge 
overtredelsesgebyr. Flere av deres vedtak om å ikke ilegge overtredelsesgebyr har blitt påkla-
get til PVN.
 329
  
 
En sak som kan være retningsgivende for Datatilsynets bruk av overtredelsesgebyr for mang-
lende internkontrollsystem er saken mot Gjensidige Forsikring ASA («Gjensidige»). En sted-
lig kontroll hos Gjensidige avdekket manglende internkontroll og lovstridig praksis som kun-
ne få konsekvenser for de registrerte.
330
 Datatilsynet slo fast at mangelen på internkontrollsys-
tem økte faren for at lovens krav ble brutt, og at det var en krenkelse av den enkeltes person-
vern. Videre vektla Datatilsynet at slik krenkelse vanskelig kunne avdekkes av tilsynsmyn-
digheten. Datatilsynet mente at «manglende internkontroll i seg selv er straffverdig, og etter 
omstendighetene kan resultere i et overtredelsesgebyr».
331
 
 
Gjensidige ble ilagt et overtredelsesgebyr på kr. 600 000, for manglende system for internkon-
troll og informasjonssikkerhet.
332
 I vurderingen av utmålingen ble det vektlagt at Datatilsynet 
så alvorlig på bruddene, både med tanke på «avvikenes størrelse, opplysningenes art og om-
fang, og det antall mennesker som rammes av lovbruddene».
333
 Det kommenteres også at ge-
byret ikke er høyere på grunn av at selskapets skyldgrad ble vurdert til simpel uaktsomhet.
334
 
Gjensidige har akseptert pålegget, men hevder selv å ha dokumentert at deres rutiner oppfyller 
lovens krav. Gjensidige slo fast i en pressemelding at aksepten var begrunnet i et ønske om å 
bli ferdig med saken.
335
 Datatilsynet kommenterer i vedtaket at manglende etterlevelse av 
                                                                                                                                                        
sjoner som følge av overtredelsen blir ilagt overtrederen eller noen som har handlet på vegne av denne, 
blant annet om noen enkeltperson blir ilagt straff og h) overtrederens økonomiske evne. (…). 
327
  PVN-2011-1. 
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  PVN-2012-4. 
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  Se for eksempel PVN-2011-1 og PVN-2012-4. 
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  Datatilsynet (2013) punkt 5.8. 
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  Datatilsynet (2013e) punkt 5.7 s. 18. 
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  Datatilsynet (2013e) punkt 5.7 s. 20. 
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  Datatilsynet (2013e) punkt 5.7 s. 18. 
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  Datatilsynet (2013e) punkt 5.7 s. 19. 
335
  Gjensidige (2013). 
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systempliktene som har medført brudd noen av lovens bestemmelser, vanligvis blir vurdert 
som en «skjerpende omstendighet».
336
 
 
I samme sak påla Datatilsynet Gjensidige å skriftlig bekrefte at vedtakets ni første pålegg var 
gjennomført innen 1. mars 2014, med trussel om å trekke tilbake virksomhetens konsesjon 
dersom bekreftelsen uteble.
337
 Vedtaket er påklaget, blant annet fordi Gjensidige hevder at det 
aktuelle pålegget er en opplysning, ikke et eget selvstendig vedtak.
338
 Datatilsynet bestrider 
dette synet. Det foreligger foreløpig ingen avgjørelse fra PVN.  Saken illustrerer at Datatilsy-
net kan og vil bruke sin kompetanse til å trekke tilbake virksomheters konsesjon til å behandle 
personopplysninger ved brudd på systempliktene. 
 
Videre slås det fast i pol. § 49 at den behandlingsansvarlige kan bli holdt ansvarlig for å «er-
statte skade som er oppstått som følge av at personopplysninger er behandlet i strid med be-
stemmelser i eller i medhold av loven, med mindre det godtgjøres at skaden ikke skyldes feil 
eller forsømmelse på den behandlingsansvarliges side».
339
 Ved erstatning er det den registrer-
te som er motpart, ikke Datatilsynet. Schartum og Bygrave uttaler at dersom virksomheten har 
dokumentasjon som viser at en har etablert et internkontrollsystem, så vil det få betydning for 
et eventuelt erstatningsansvar.
340
 Schartum og Bygrave uttaler at «[d]ersom slik dokumenta-
sjon ikke er utarbeidet eller har vesentlige mangler, skal det således trolig mye til at behand-
lingsansvarlig likevel kan «godtgjøre at skaden ikke skyldes feil eller forsømmelse på den 
behandlingsansvarliges side, se § 49 første ledd».
341
 Datatilsynet har på sin side uttalt at i de 
tilfeller «manglende etterlevelse av lovens systemplikter beviselig har ført til brudd på lovens 
øvrige bestemmelser (…) har denne følgen i tilsynet praksis blitt ansett å være en skjerpende 
omstendighet.
342
 Etter bestemmelsens tredje ledd skal erstatningen svare til den registrertes 
økonomiske tap, eventuelt med et tillegg på rimelig oppreisning.
343
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  Datatilsynet (2013e) punkt 5.7 s. 18. 
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  Datatilsynet (2013e) punkt 5.7 s. 20. 
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  Datatilsynet (2013f) punkt 5.7 s. 4. 
339
  Pol. § 49 første ledd. 
340
  Schartum og Bygrave (2011) s. 173. 
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  Schartum og Bygrave (2011) s. 173. 
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4 Bemerkninger til enkelte praktiske utfordringer 
knyttet til gjennomføring av internkontroll 
I denne delen av oppgaven vil det bli knyttet noen bemerkninger til et utvalg av praktiske ut-
fordringer og problemområder ved den praktiske gjennomføringen av internkontrollsvaret.   
 
Oppgaven illustrerer at det kan være vanskelig for virksomheter å kartlegge innholdet av in-
ternkontrollplikten etter § 14, spesielt når plikten sammenholdes med den tidvis motstridende 
forskriften. Intervjuobjektene fra Telenor og Schibsted har valgt overoppfyllelse ved å oppfyl-
le kravene som både følger lov og forskrift, i tillegg til å ha en tett dialog med Datatilsynet.
344
 
Begge virksomhetene har store ressurser tilgjengelig for etterlevelse av reglelverket, både i 
form av intern kompetanse og øremerkede ressurser.
345
 Dette er en tilnærmingsmåte som de 
færreste virksomheter har anledning til, og de må i stor grad selv vurdere hvilke plikter og 
rettigheter som utløses av deres behandling, og deretter kartlegge hvilke tiltak som er påkre-
vet.  
 
For å senke terskelen for etablering av internkontrollsystem, bør plikten etter min oppfatning 
tydeliggjøres. Det er enkelt å argumentere for at en revisjon av personopplysningsforskriften 
vil kunne være et egnet virkemiddel for å gjøre regelverket mer tilgjengelig og dermed senke 
terskelen for etablering.  
 
Det er en rekke forhold ved Forskriften som kan forbedres. For det første bør motstriden som 
beskrevet i punkt 3.5.3 mellom § 14 og pof. § 3-1 elimineres.  Problemstillingen knyttet til 
disse obligatoriske pliktene i personopplysningsforskriften som strengt tatt må anses som 
overflødige etter lovens § 14 er tidligere påpekt av Schartum og Bygrave.
346
  
 
Videre bør personopplysningsforskriften i større grad redegjøre for de ulike elementene av 
internkontrollen og fremgangsmåter. Datatilsynet har tidligere pekt på internkontrollreglene i 
                                                 
344
  For Telenor gjennomføres det også revisjoner via egen internrevisjon (Group Internal Audit), samt stikkprø-
ver via egne privacy officers, og det gjennomføres årlige «Self Assessments» i alle selskaper for å påse etter-
levelse av egen behandling av personopplysninger. Holt (24.3.2014). 
345
  Holt og Vinden (2014). 
346
  Schartum og Bygrave (2006) s. 189. 
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forskriften til politiregisterloven
347
 som et godt eksempel på en oversiktlig forskrift som kan 
tjene som modell for en ny forskrift til personopplysningsloven.
348
 En revidert, forenklet og 
pedagogisk forskrift, som tar for seg de ulike trinnene og vurderingene vil kunne bidra til en 
forenklet prosess for mindre virksomheter ved etablering og gjennomføring av internkontroll. 
 
Som påpekt innledningsvis forutsetter personopplysningsloven i stor lojal etterlevelse av lo-
ven. Når det i praksis er en heller lav risiko for å bli valgt ut til kontroll av Datatilsynet, kom-
binert med mengden ressurser som kreves for å etablere internkontrollsystemer kan det antas 
at mange virksomheter har få insentiver til å iverksette etablering.   Et forslag som vil kunne 
bidra til å senke terskelen for etablering, samt å knytte virksomheter tettere til Datatilsynet, er 
å gjeninnføre ordningen med personvernombud.  I publikasjonen «Utredning av behov for 
endringer i personopplysningsloven» fra 2006 foreslo Schartum og Bygrave å lette på person-
opplysningslovens krav til den behandlingsansvarlige, mot at virksomhetene tok del i person-
vernombudsordningen. Forslaget besto både av en forenkling av dokumentasjonskravet, og å 
ha personvernombud og internkontroll som to alternative tiltak.
349
 Ved å gjøre personvernom-
budsordningen mer attraktiv vil den antakeligvis i større grad benyttes av flere virksomheter, 
noe som vil forenkle både veilednings- og kontrollvirksomheten til Datatilsynet. Dette vil 
igjen kunne føre til økt bevissthet knyttet til virksomhetenes plikter og samtidig øke sannsyn-
ligheten for at internkontrollsystemet gjennomføres og vedlikeholdes.  
 
Intervjuobjektet fra Schibsted påpekte at få nystartede firma vil ha tid eller ressurser å avse til 
internkontroll.
350
 Som tidligere påpekt faller internkontrollplikten på siden av den daglige 
driften, og det kan da være vanskelig å prioritere det fremfor arbeid som er mer direkte knyttet 
til virksomhetens lønnsomhet. En måte å møte denne utfordringen på kan være å gi virksom-
heter som knytter seg til personvernombudsordningen en overgangsperiode på ett til to år på å 
etablere internkontrollsystemet. De virksomheter som benytter seg av en slik ordning vil kun-
ne operere innenfor loven, men samtidig være synlige for Datatilsynet og enkle å følge opp 
når overgangsperioden nærmer seg slutten.  
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56 
 
Som nevnt under punkt 3.5.1 opplever Schibsted at det kan være utfordrende å sikre at data-
behandlerne oppfyller kravene til internkontroll, både fordi det enkelte individ ofte er den 
svake avtalepart eller fordi utøvelse av retten til innsyn kan oppfattes som et tillitsbrudd. 
351
 
Datatilsynet har på sin side påpekt at det ikke har hjemmel til å vedta pålegg mot databehand-
ler for brudd på internkontrollplikten. Dette i motsetning til ved brudd på informasjonssikker-
hetsplikten, jf.§ 13.
352
 En løsning der både behandlingsansvarlig og Datatilsynet har liten mu-
lighet til å påvirke og kontrollere databehandlers internkontrollsystem er åpenbart uheldig. En 
utvidelse av Datatilsynets kompetanse til å fatte vedtak med pålegg til databehandler kan bøte 
på dette. Det vil kunne gi insentiv for databehandleren til å imøtekomme den behandlingsan-
svarliges krav om internkontroll, samt føre til større åpenhet mellom både avtalepartene og 
mellom databehandler og Datatilsynet. 
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  Vinden (1.4.2014). 
352
  Veum og Kaspersen (17.3.2014). 
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