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L’objectiu d’aquest projecte es basa en la caracteritzacio´ de la tecnologia
Geofence com a un sistema de localitzacio´ en Android. Com que no hi ha infor-
macio´ real del comportament d’aquest sistema, es do´na un primer pas a la seva
experimentacio´ davant de diferents escenaris, per tal de ser capac¸os d’entendre
com actua Geofence en la pra`ctica, i a me´s d’aixo`, implementar un algorisme
que sigui capac¸ de rastrejar una persona amb un tele`fon mo`bil.
Resumen
El objetivo de este proyecto se basa en la caracterizacio´n de la tecnolog´ıa
Geofence como un sistema de localizacio´n en Android. Como no hay informa-
cio´n real del comportamiento de este sistema, se da un primer paso a su experi-
mentacio´n ante diferentes escenarios, para ser capaces de entender co´mo actu´a
Geofence en la pra´ctica, y adema´s de eso, implementar un algoritmo que sea
capaz de rastrear una persona con un tele´fono mo´vil.
Abstract
The goal of this project is based on the characterization of Geofence tech-
nology as a location system in Android. In the absence of no real information
about the behavior of this system, a first step is taken to test different situa-
tions to be able to understand how Geofence acts in practice, and in addition,
implement an algorithm that is able to track a person with a mobile phone.
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Cap´ıtulo 1
Introduccio´n, contenido y estruc-
tura de la memoria
1.1. Introduccio´n
En los u´ltimos an˜os, el mercado de los tele´fonos mo´viles ha experimentado
una gran evolucio´n, destacando el an˜o 2008 con la aparicio´n del primer tele´fono
mo´vil con sistema operativo Android, el cual hoy en d´ıa esta´ presente en poco
ma´s del 80 % de los dispositivos mo´viles [1].
La abundante cantidad de tele´fonos mo´viles que se encuentran actualmente
hacen posible que surja el intere´s a la captacio´n de datos de cara´cter personal.
Este tipo de datos se definen como cualquier informacio´n que haga referencia
a una persona f´ısica, y son utilizados para la elaboracio´n de diferentes perfiles,
con el fin de conocer o predecir los tipos de comportamiento de las personas,
sus zonas de intere´s o incluso por do´nde se mueven. Sin embargo, para poder
obtener este tipo de datos, previamente es necesario tener el conocimiento de
co´mo adquirirlos a trave´s de un dispositivo mo´vil actual de una forma fiable y
sin costes.
Este proyecto es presentado como Treball Fi de Grau relacionado con la
especialidad de Tecnologies de la Informacio´ de la Facultat d’Informa`tica de
Barcelona (Universitat Polite`cnica de Catalunya) en colaboracio´n con el grupo
de Investigacio´n SANS1 del departamento de Arquitectura de Computadores.
El propo´sito del grupo de investigacio´n es la captura y el ana´lisis estad´ıstico
de los datos obtenidos por dispositivos de Internet de las Cosas, o en ingle´s,
Internet of Things (IOT).
El objetivo principal de este proyecto es la captura de datos de localizacio´n a
partir de una implementacio´n software basada en la tecnolog´ıa Geofence. Gracias
a ello, se caracterizara´ este sistema viendo en detalle co´mo se comportan los
1Statistical Analysis of Networks and Systems - http://sans.ac.upc.edu/
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diferentes componentes de localizacio´n y co´mo e´stos actu´an sobre el tele´fono
mo´vil.
1.2. Problemas a resolver
Los siguientes puntos son los principales problemas que se quieren resolver
durante el desarrollo de este proyecto:
Obtencio´n de datos de localizacio´n geogra´fica en segundo plano.
Posibilidad de obtener una localizacio´n geogra´fica a trave´s de un tele´fono
mo´vil con conexio´n a Internet y con disponibilidad del sensor GPS. Como
se detalla ma´s adelante, la localizacio´n en segundo plano ha sufrido muchas
limitaciones en los u´ltimos an˜os a causa de su efecto negativo en la bater´ıa
de los tele´fonos mo´viles.
Escasez de informacio´n de la tecnolog´ıa Geofence. El software de
obtencio´n de los datos de localizacio´n debe estar basado en la tecnolog´ıa
Geofence como requerimiento de este proyecto. La problema´tica que en-
contramos es que, por lo novedoso que es este sistema, hay poca infor-
macio´n pu´blica de co´mo es su comportamiento en la pra´ctica. Deberemos
caracterizar esta tecnolog´ıa a partir de diferentes experimentos definidos
durante el proyecto.
Inexistencia de un algoritmo de rastreo basado en Geofence. Ser
capaz de desarrollar una aplicacio´n que pueda rastrear tus movimientos.
Esta implementacio´n software sera´ basada en la tecnolog´ıa Geofence y
debera´ ejecutarse en segundo plano.
1.3. Soluciones propuestas e implementadas
A continuacio´n, se presenta un resumen de las soluciones implementadas
para resolver cada uno de los problemas anteriores. El detalle de su desarrollo
y ana´lisis se especifica en cada uno de los cap´ıtulos correspondientes.
Obtencio´n de datos de localizacio´n geogra´fica en segundo plano.
La solucio´n a este problema empieza realizando un estudio para carac-
terizar los diferentes sistemas de localizacio´n en Android. Gracias a esta
caracterizacio´n, se han podido analizar las diferentes dificultades de ob-
tener localizacio´n en Android cuando hablamos de una aplicacio´n que se
ejecuta en segundo plano.
Pero finalmente, despue´s de muchas pruebas, hemos visto que la aplicacio´n
implementada, solamente funcionaba con la restriccio´n de ubicacio´n en
segundo plano deshabilitada. En detalle en los cap´ıtulos 5, 6 y 7.
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Escasez de informacio´n de la tecnolog´ıa Geofence. Se ha disen˜ado
e implementado un software capaz de monitorizar el comportamiento de
Geofence, tanto en ejecuciones en primer plano como en segundo plano,
obteniendo datos de localizacio´n a partir de transiciones.
Adema´s, se han definido diferentes escenarios para ver co´mo realmente
funciona Geofence, y as´ı poder proceder a un ana´lisis de su funciona-
miento. Finalmente, se han definido diferentes puntos donde se explican
los diferentes comportamientos que tiene Geofence delante de diferentes
factores, tanto internos como externos de la aplicacio´n. En detalle en el
cap´ıtulo 6 y 7.
Inexistencia de un algoritmo de rastreo basado en Geofence. Se
ha desarrollado un algoritmo capaz de rastrear un tele´fono mo´vil basado
en Geofence. La aplicacio´n que contiene este algoritmo es ejecutada en se-
gundo plano, y para poder probar que realmente funciona, se han definido
diferentes modos de ejecucio´n para ver sus limitaciones. En detalle en el
cap´ıtulo 8.
1.4. Estructura de la memoria
En esta seccio´n se detallara´ la estructura que sigue la memoria para explicar
lo que se ha resuelto durante el desarrollo del proyecto.
Cada uno de los cap´ıtulos que se definen a continuacio´n dependen de la
ejecucio´n anterior, y es por eso que su explicacio´n se encuentra ordenada cro-
nolo´gicamente, de ma´s antiguo a ma´s reciente.
La primera parte corresponde al contenido de la asignatura Gestio´ de Pro-
jectes, haciendo que las 4 restantes pertenezcan a la parte del desarrollo del
proyecto. En primer lugar, se presenta una caracterizacio´n de los diferentes sis-
temas de localizacio´n en Android, para que, gracias a esta explicacio´n, ser capaz,
en la siguiente seccio´n de implementar un software de monitorizacio´n basado en
Geofence. Despue´s, se detalla la explicacio´n de co´mo se van a capturar datos
de localizacio´n con el software de monitorizacio´n, y entretanto, se puntualiza
cada uno de los diferentes experimentos para proceder a su ana´lisis. Por u´ltimo,
se implementa un algoritmo basado en Geofence capaz de rastrear en segundo
plano.
Detalladamente, el contenido de cada uno de los cap´ıtulos es el siguiente:
1.4.1. Motivacio´n, gestio´n del proyecto y sostenibilidad
Estos cap´ıtulos corresponden a la asignatura Gestio´ de Projectes. En el
cap´ıtulo Motivacio´n y contextualizacio´n, se vera´ el contexto en el que se desen-
vuelve el proyecto, y se presenta tambie´n, la formulacio´n del problema y el
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estado del arte. Seguidamente, en el cap´ıtulo de Alcance, metodolog´ıa y planifi-
cacio´n, se presenta cua´l es el alcance del proyecto, definiendo as´ı la metodolog´ıa
a seguir con un ana´lisis de tiempos y costes econo´micos del desarrollo del pro-
yecto. Finalmente, en el cap´ıtulo Sostenibilidad, se hace un ana´lisis del impacto
social, ambiental y econo´mico del proyecto.
Todo esto corresponde a los 3 primeros cap´ıtulos del trabajo, y se define
como el apartado preliminar realizado antes del desarrollo del trabajo.
1.4.2. Caracterizacio´n de sistemas de localizacio´n en An-
droid
En este cap´ıtulo Caracterizacio´n de sistemas de localizacio´n en Android, se
definira´n cada uno de los proveedores de ubicacio´n en Android y co´mo e´stos
son capaces de obtener una ubicacio´n. Adema´s, se especificara´ la necesidad de
utilizar la tecnolog´ıa Geofence, y se procedera´ a elegir la mejor arquitectura
software para implementar esta tecnolog´ıa, y as´ı, cumplir los objetivos de este
proyecto.
1.4.3. Software monitorizado basado en Geofence
Despue´s de la eleccio´n de la arquitectura que se va a implementar, en este
cap´ıtulo se detallara´n los diferentes pasos que se han hecho para lograr un soft-
ware capaz de monitorizar la tecnolog´ıa Geofence. Para ello, primeramente, se
ha disen˜ado el modelo que se quiere implementar, empezando con el desarrollo
de dos aplicaciones diferentes: Una en segundo plano y otra del sistema Geofen-
ce. Al conseguir esto, finalmente, se procede a la integracio´n de los dos servicios
para acabar con una aplicacio´n capaz de recolectar datos de localizacio´n de
Geofence.
1.4.4. Captura de datos, experimentacio´n y ana´lisis
En el cap´ıtulo de Captura de datos, experimentacio´n y ana´lisis, se definen
los diferentes campos de los datos que se van a obtener y en que´ formato van a
ser almacenados. Adema´s, se presentara´n 10 experimentos a ejecutar, los cuales
presentan escenarios completamente distintos, para que finalmente, se analicen
y se comprenda el verdadero comportamiento de Geofence.
1.4.5. Desarrollo del algoritmo de rastreo
Para concluir el proyecto, se vera´ la solucio´n implementada de un algoritmo
basado en Geofence, capaz de rastrear un tele´fono mo´vil cuando se ejecuta en
segundo plano. Adema´s, se ha implementado el servicio de Push Notification,
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para que cuando le llegue a la aplicacio´n un mensaje de notificacio´n, el algoritmo
empiece a ejecutarse dentro del tele´fono mo´vil como un servicio en segundo plano




2.1. Motivacio´n y formulacio´n del problema
El proyecto que se presenta esta´ basado en el te´rmino del Big Data, el cual
describe la gran cantidad de datos para analizarlos y examinarlos con el fin de
llegar a una informacio´n u´til. Pero no es la cantidad de datos lo ma´s importante
en el Big Data, sino que lo que realmente importa son las conclusiones obtenidas
a partir de todos los datos que dispones [2].
Principalmente, este proyecto ha sido planteado por la escasa informacio´n
pu´blica del verdadera comportamiento en la obtencio´n de datos de localizacio´n
en sistemas basados en Geofence. Hoy en d´ıa, hay una tendencia creciente a
adquirir estos datos, que sean fiables y que el consumo de bater´ıa del dispositivo
mo´vil en su obtencio´n sea mı´nimo.
Desgraciadamente, la captura de la ubicacio´n en aplicaciones es uno de los
principales problemas en la bater´ıa de un tele´fono mo´vil [9], y es por eso por lo
que mucha gente desactiva la opcio´n GPS de su tele´fono, ya que lo asocian a la
descarga ra´pida de bater´ıa. Debido a esto, las nuevas versiones Android (a partir
de Android Oreo 8.0) han incorporado una restriccio´n en la obtencio´n de este
tipo de datos en comparacio´n a las antiguas versiones, limitando la frecuencia
en la obtencio´n de datos de localizacio´n a solo algunas veces por hora [7].
Por consiguiente, Google te recomienda que para saltarte dicha restriccio´n
debes de utilizar una tecnolog´ıa llamada geofence. Obtener datos de localizacio´n
a partir de eventos de transicio´n de una a´rea circular previamente definida.
Con esto consigues aumentar la frecuencia de las actualizaciones de ubicacio´n,
pasando de solo algunas veces por hora a una frecuencia aproximada de dos
minutos [7].
Los datos que queremos obtener sera´n extra´ıdos de una implementacio´n
software instalada en un tele´fono mo´vil con sistema operativo Android. Este
tipo de datos esta´n recogidos en Ley Orga´nica 15/1999, de 13 de diciembre, de
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Proteccio´n de Datos y en el Reglamento (UE) 2016/679 como datos de cara´cter
personal, algo que explicaremos con detalle ma´s adelante.
Entender co´mo funciona esta tecnolog´ıa es uno de los principales objetivos
de este proyecto y gracias a su ejecucio´n ayudara´ a obtener datos de ubicacio´n
ma´s precisos con una mı´nima descarga de bater´ıa en los dispositivos mo´viles
Android actuales.
Por otra parte, el origen real de la propuesta de este proyecto, viene por parte
del grupo de investigacio´n donde estoy actualmente trabajando, los cuales esta´n
interesados en experimentar el funcionamiento de las Geofences bajo distintos
escenarios, y as´ı publicar distintos art´ıculos de investigacio´n para hacer pu´blica
dicha informacio´n.
2.2. Estado del arte
Android hace posible una comunidad de desarrollo de aplicaciones mo´vil por
el hecho de ser de co´digo libre, es decir, que incluye numerosas API’s (me´to-
dos que ofrecen diferentes librer´ıas para ser utilizada por otro software como
una capa de abstraccio´n) [3], donde todas ellas tienen una licencia y distribu-
cio´n completamente gratuita, haciendo que cualquier dispositivo mo´vil pueda
trabajar con dicho sistema operativo [4].
Gracias a estas API’s, se facilita el desarrollo a bajo nivel de Android, ha-
ciendo as´ı ma´s fa´cil la comunicacio´n entre hardware y software del dispositivo.
Por ejemplo, nos proporciona el acceso a mensajes entre aplicaciones, procesos
(IPC); procesos en segundo plano, uso de mapas, control de multimedia, inclu-
yendo la ca´mara y el micro´fono; y el acceso al hardware de Wifi, Bluetooth,
sensores, GPS. . . Google proporciona una API para obtener la localizacio´n, la
cual permite a los desarrolladores de aplicaciones solicitar la ubicacio´n pra´cti-
camente en cualquier momento [5].
La investigacio´n se centrara´ en la captacio´n de datos de ubicacio´n en segun-
do plano, es decir, proceso que se encuentra en ejecucio´n oculto para el usuario.
Haciendo esto nos permite la captacio´n de datos mientras el tele´fono esta´ traba-
jando en otras tareas o simplemente este´ bloqueado por el usuario, algo que con
una aplicacio´n en primer plano, foreground en ingle´s (visible para el usuario),
no se podr´ıa conseguir.
2.2.1. Estado actual.
La ubicacio´n en segundo plano o en ingle´s background es identificada, como
se ha comentado anteriormente, el principal problema en la descarga de la ba-
ter´ıa de los dispositivos mo´viles. Android, con la aparicio´n de la versio´n Oreo
en 2017, ha introducido l´ımites en la obtencio´n de datos basados en la ubica-
cio´n en aplicaciones que se ejecutan en segundo plano. La localizacio´n en este
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caso estara´ disponible unas pocas veces por cada hora con el fin de disminuir el
consumo de bater´ıa [7].
Es evidente entonces, que tener un dato de ubicacio´n unas pocas veces por
cada hora es muy limitado e insuficiente. Y es por eso que, Google te recomienda
la implementacio´n de una tecnolog´ıa llamada Geofence, a partir de una API que
te proporcionan ellos. Gracias a la utilizacio´n de esta tecnolog´ıa, desaparece la
restriccio´n de la escasa frecuencia de obtencio´n de localizacio´n en aplicaciones
en background [7]. Geofence se define como una regio´n circular ubicada en cual-
quier punto del mapa dada una longitud, latitud y radio; y te notifica cuando
el dispositivo mo´vil entra, sale o permanece dentro de la regio´n del Geofence
durante un cierto tiempo.
Resulta oportuno comentar que, existen dos maneras para obtener la ubica-
cio´n cuando se utilizan aplicaciones Android:
Framework location, dicho de otra manera Android Location Service. Es
la ma´s antigua y se caracteriza por poder obtener la localizacio´n propor-
cionada por el componente de hardware definido previamente. Este tipo
de localizacio´n no esta´ para nada optimizada en el consumo de bater´ıa,
y solo podr´ıas obtener una localizacio´n siempre y cuando ese componente
este´ disponible [8].
Fused location, o tambie´n llamado Google Play Location Service. Es una
API basada en Google Play Service altamente optimizada en el consumo
de bater´ıa y muy recomendada por Google. El Fused Location utilizara´
sensores del dispositivo, tales como acelero´metro, magneto´metro y giros-
copio, que juntamente con el GPS o Wifi, obtendra´n la localizacio´n del
tele´fono mo´vil [5].
La tecnolog´ıa geofence podr´ıa ser una herramienta muy importante en cual-
quier aplicacio´n basada en la geolocalizacio´n en un futuro cercano por las nu-
merosas novedades que contiene. De hecho, juntamente con Fused location, nos
proporciona un servicio de geolocalizacio´n de bajo consumo de energ´ıa en apli-
caciones ejecuta´ndose en segundo plano.[9].
Este sistema tiene presente la restriccio´n de no poder crear ma´s de 100 Geo-
fences, ya que mantenerlas actualmente es muy caro si hablamos de rendimiento
para el dispositivo. Sin la presente restriccio´n, los escaneos constantes de ubi-
cacio´n har´ıan aumentar el consumo de bater´ıa en el dispositivo [9]. Esto ser´ıa
un problema para el principal propo´sito de la investigacio´n, ya que los datos
obtenidos solo se podr´ıan lograr de 100 ubicaciones distintas.
Por lo tanto, uno de los principales desaf´ıos en este tipo de escenario sera´
cambiar las Geofences de posicio´n, con la frecuencia con la que lo hacen los tele´fo-
nos mo´viles. Es decir, ir eliminando esas Geofences que sabes que no volvera´s
entrar y crear otras en que es mucho ma´s probable que salte una notificacio´n.
Hablamos del concepto de Geofences dina´micas [11].
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(a) (b)
Figura 2.1: Eventos de transicio´n en Geofence. [Figura a] Location events for
triggered services. Recuperado de [17]. [Figura b] Create and monitor geofences.
Recuperado de [18].
El comportamiento de este sistema depende de la configuracio´n de los para´me-
tros que te proporciona su API. Como por ejemplo fijar el tiempo de notifica-
cio´n que permaneces dentro de un a´rea definida, el tiempo de expiracio´n de una
Geofence e incluso el tiempo de aviso cuando salta una notificacio´n. Otro factor
fundamental de esta tecnolog´ıa es como definas los para´metros de configuracio´n
del Fused location, el cual te permite definir la frecuencia de tiempo en que
solicitas una localizacio´n [14].
2.2.2. Marco legal de proteccio´n de datos
Este proyecto se basa en el tratamiento de datos de ubicacio´n de los dispo-
sitivos mo´viles, y es por eso que creo que deber´ıa haber una seccio´n que tratara
sobre el marco legal de la obtencio´n y tratamiento de estos datos.
Antes de empezar, cabe destacar lo que considera el reglamento de la Unio´n
Europea que debe aplicar su marco legal a los datos de cara´cter personal:
Los principios de proteccio´n de datos no deben aplicarse a la informacio´n
ano´nima, es decir informacio´n que no guarda relacio´n con una persona f´ısica
identificada o identificable, ni a los datos convertidos en ano´nimos de forma
que el interesado no sea identificable, o deje de serlo. En consecuencia, el
presente Reglamento no afecta al tratamiento de dicha informacio´n ano´nima,
inclusive con fines estad´ısticos o de investigacio´n.
(Consideracio´n 26 del Reglamento (UE) 2016/679)
Todos los datos de ubicacio´n son considerados por la Bolet´ın Oficial del
Estado1 como datos de cara´cter personal. Este tipo de datos son objeto de
1https://www.boe.es/
14
2.2. ESTADO DEL ARTE
ana´lisis y evaluaciones para la elaboracio´n de diferentes perfiles. En concreto,
los datos de ubicacio´n se podr´ıan analizar para elaborar perfiles de personas,
basados en sus movimientos, comportamientos, intereses, salud, entre otros.
Todo esto esta´ muy regulado por la Unio´n Europea en el Reglamento (UE)
2016/679 y que recoge el Bolet´ın Oficial del Estado en la Ley Orga´nica 3/2018,
de 5 de diciembre, de Proteccio´n de Datos Personales y garant´ıa de los derechos
digitales2. Su propo´sito es garantizar la privacidad y la proteccio´n de datos.
En particular, el reglamento formulado por la Unio´n Europea no so´lo afecta a
empresas con domicilio social en Europa, sino que se ampl´ıa a empresas que rea-
lizan tratamientos de datos de ciudadanos europeos, como por ejemplo Amazon
y Google Analitics [12].
Deber de informacio´n y consentimiento
El tratamiento de estos datos que se obtienen tanto de aplicaciones o pro-
veedores de servicio deben reunir de una serie de requisitos[12][13]:
Tener el consentimiento previo del usuario.
Advertir de los fines de la manipulacio´n de sus datos y la medida en que
van a ser tratados.
Facilidad de omisio´n del consentimiento del usuario en cualquier momento.
Poder saber el intervalo de tiempo en que se conservara´n los datos de
cara´cter personal y el conocimiento de la identidad del responsable de la
gestio´n.
Seguridad del tratamiento
El Art´ıculo 32 del Reglamento (UE) 2016/679, recoge medidas te´cnicas y
organizativas para garantizar un nivel de seguridad adecuado de los datos per-
sonales:
Cifrado de los datos y aplicacio´n de la seudonimizacio´n. Es decir, dificultar
la accio´n de vincular una persona f´ısica con su datos. Para ello, se utilizas
te´cnicas de cifrado, por ejemplo cifrado con clave secreta, funcio´n de hash,
descomposicio´n en tokens, entre otros me´todos.
En caso de accidente f´ısico o te´cnico debe haber una capacidad de restaurar
la disponibilidad al acceso de los datos de forma ra´pida.
Establecer me´todos de copias de seguridad.
Un proceso de verificacio´n para garantizar la seguridad del tratamiento.
2https://www.boe.es/buscar/act.php?id=BOE-A-2018-16673
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Ser capaz de garantizar la confidencialidad y disponibilidad de los sistemas
y servicios de tratamiento.
En caso de violacio´n de seguridad, el responsable debe notificarlo tanto
a la autoridad de control(autoridades pu´blicas) como a los interesados
como ma´ximo 72 horas de tener constancia de la intrusio´n. Se debera´
describir la naturaleza del ataque a la autoridad y comunicar las posibles
consecuencias a ambos.
Ejemplos de art´ıculos interesantes
A continuacio´n se pondra´n resumidos algunos de los art´ıculos que he encon-
trado ma´s interesantes sobre la manipulacio´n de los datos de cara´cter personal.
Todo afectado por la obtencio´n de datos de cara´cter personal se le proporcio-
nara´ si desea una informacio´n ba´sica que debera´ contener, al menos la iden-
tidad del responsable del tratamiento y la finalidad del tratamiento. Cuando
los datos personales no han sido obtenidos del afectado se debera´ incluir: Las
categor´ıas de datos objeto de tratamiento y las fuentes de las que procedieran
los datos.
(Art´ıculo 13 del Reglamento (UE) 2016/679)
El tratamiento de los datos no deben provocar dan˜os y prejuicios f´ısicos,
materiales o inmateriales. Ma´s concreto que su tratamiento puedan dar lugar
a problemas de discriminacio´n, usurpacio´n de la identidad o fraude, dan˜o para
la reputacio´n.
(Articulo 9 de la Ley Orga´nica 3/2018)
Se podr´ıa decir que los datos son considerados como el oro del siglo XXI para
las empresas y es por eso que su adquisicio´n es algo en que se esta´ apostando
hoy en d´ıa. Gracias a su ana´lisis, estas empresas, podr´ıan tener una informacio´n
que podr´ıa llegar a tener un cara´cter privado para las personas. Por ejemplo
si a ti te asignan en un perfil apropiado, podr´ıan predecir con poco margen de
error cua´les son tus movimientos o cua´les son tus comportamientos. Es por eso
que creo que es importante poner unos limites en su manipulacio´n y que las
sanciones sean duras para quie´n no cumpla con las leyes establecidas.
2.2.3. Estudios y aplicaciones existentes.
Geofencing for Fleet & Freight Management [15].
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Es un art´ıculo cient´ıfico que trata sobre la utilizacio´n de la tecnolog´ıa
Geofence en el sector de transporte y log´ıstica. Te da una explicacio´n sobre
esta tecnolog´ıa y co´mo poder utilizarla. Por ejemplo presenta te´cnicas de
rastreo en aplicaciones basadas en Geofence. Como la mayor´ıa art´ıculos
cient´ıficos de Geofence, no detalla en sus explicaciones, pero es interesante
ver las diferentes funciones que puede tener esta tecnolog´ıa tan novedosa.
Aplicaciones basadas en POIS.
Muchas son las aplicaciones do´nde implementan la tecnolog´ıa Geofence con
POIS, puntos de ubicacio´n de intere´s. Es decir, aplicaciones que definen
Geofences esta´ticas en puntos definidos por el usuario. Por ejemplo, si la
Sagrada Familia fuera un punto de intere´s para un usuario, la aplicacio´n
construir´ıa una Geofence a su alrededor y notificar´ıa al usuario en caso de
transicio´n.
Aplicaciones control parental: Spyzie [16].
Existen aplicaciones basadas en Geofence instaladas en los dispositivos
mo´viles de los nin˜os. Se fundamenta en la definicio´n de diferentes a´reas
de control, para que cuando un nin˜o entra o salga de esa a´rea se notifique
a los padres. Parecido a nuestro proyecto, ya que mantienes el control de
la localizacio´n de un tele´fono mo´vil. A partir de las diferentes Geofences
definidas como a´reas de control, se podr´ıa llegar a un estudio para rastrear
la ruta del nin˜o.
2.2.4. Actores Implicados.
Actualmente el ana´lisis y la captura de datos son importantes en muchos
sectores, y si hablamos de datos de localizacio´n de personas todav´ıa ma´s. Los
actores implicados en este proyecto deber´ıan estar interesados en co´mo obtener
datos fiables de ubicacio´n de tele´fonos mo´viles Android, ya que tenerlos te da
una posicio´n privilegiada en muchos a´mbitos, tanto de publicidad, investigacio´n
o a´mbito social. A continuacio´n, se detallara´ una serie de actores que podr´ıan
estar interesados en el desarrollo de este proyecto.
Empresas y/o Organizaciones.
Cada vez son ma´s las empresas que se interesan en el ana´lisis de datos
de ubicacio´n de personas, con el fin de llevar a cabo diversos estudios
de sus movimientos y as´ı obtener beneficios. Por ejemplo, en el mundo
de la publicidad, es muy importante saber la densidad de personas en
un punto determinado, ya que el incremento de campan˜as publicitarias
en esas zonas, podr´ıa hacer aumentar las ventas del producto o servicio
que se da a conocer. Cuanta ma´s gente lo vea ma´s impacto tendra´ en las
ventas. Es por eso por lo que muchas empresas podr´ıan estar interesadas
en este proyecto, necesitan capturar datos para poder sacar conclusiones
y darles una utilidad.
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Entender co´mo funcionan o actu´an los diferentes componentes de locali-
zacio´n en un tele´fono mo´vil, podr´ıa dar a las empresas u organizaciones
otras visiones para el desarrollo de aplicaciones basadas en la obtencio´n de
datos. Escoger una buena estrategia en la captura de estos datos, puede
darte muchas ventajas en comparacio´n a otras empresas del mismo sector.
Grupo de investigacio´n SANS.
Grupo de investigacio´n donde actualmente estoy trabajando, interesado
en co´mo obtener datos de localizacio´n fiables y tener el conocimiento del
comportamiento de los elementos del tele´fono mo´vil que te proporcionan
una ubicacio´n. Lo´gicamente, todos los miembros formantes del grupo esta´n
interesados en la evolucio´n de este proyecto, debido a que la informacio´n
pu´blica sobre este tema escasea actualmente, sobretodo cuando hablamos
de la tecnolog´ıa Geofence. Los principales interesados en este proyecto son
los coordinadores, Jorge Garc´ıa Vidal y Jose´ Ma. Barcelo´ Ordinas.
Personas implicadas.
Lo´gicamente, no hay datos si no hay gente con una aplicacio´n de geoloca-
lizacio´n instalada en un tele´fono mo´vil. Por este motivo, toda esa persona
que tenga aplicacio´n de recogida de ubicacio´n deber´ıa ser considerada co-
mo un actor implicado ma´s. Los datos obtenidos de estas personas sera´n
objeto de abundantes estudios y de ana´lisis exhaustivos.
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Cap´ıtulo 3
Alcance, metodolog´ıa y planifica-
cio´n
3.1. Alcance del proyecto.
Para encontrar la mejor solucio´n posible, debe haber un periodo de apren-
dizaje del funcionamiento de Android en base a la localizacio´n. Saber co´mo
es capaz el tele´fono de obtener su ubicacio´n y entender cua´l es su comporta-
miento en segundo plano es fundamental para empezar a plantearte diferentes
arquitecturas en el software de la aplicacio´n.
La existencia de una buena implementacio´n en segundo plano, sabiendo las
restricciones que conlleva en los nuevos tele´fonos mo´viles, permitira´ obtener
datos fiables con el fin de analizarlos. Adema´s, para poder implementar esta
caracter´ıstica, es necesario tener claro todos los componentes de aplicacio´n de
Android, tales como Activity, View, Service, Intent, etc.
Una vez que se construya la aplicacio´n, pasaremos a la siguiente fase de
obtencio´n de datos y de la bu´squeda de posibles errores en el co´digo. Para
almacenar los datos, se configurara´ una base de datos en Amazon Web Servicie,
llamada DynamoDB. Si fuera el caso de encontrarnos la situacio´n de pe´rdida de
datos, se decidira´ guardarlos en un fichero del tele´fono para que sea ma´s fiable
y mejor accesible.
Al ser un proyecto de experimentacio´n, los diferentes datos de localizacio´n
obtenidos, sera´n analizados con el fin de encontrar la mejor arquitectura softwa-
re. Este procedimiento llevara´ un tiempo, ya que dependes de muchos factores.
Primero necesitar´ıamos tener el conocimiento del comportamiento de la tecno-
log´ıa Geofence, ya que actualmente hay muy pocas publicaciones sobre co´mo se
comporta ejecuta´ndose en segundo plano. En segundo lugar, para hacer posible
la generacio´n de datos, necesitar´ıas que alguien saliera a dar una vuelta por
la calle y recorriera una ruta especificada. Para validar los datos obtenidos, se
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comparara´ la ruta definida con los datos obtenidos de la aplicacio´n.
A continuacio´n, se implementara´ diferentes algoritmos de rastreo basados
en tecnolog´ıa Geofence, con el fin de saber los movimientos de una persona sin
el conocimiento de su ruta. Adema´s, debemos corregir todo aquello que no ha
salido como espera´bamos o mejorarlo.
Una vez encontrada la implementacio´n correcta, llega otra fase de ana´lisis
de datos, validando que la ruta que se ha hecho es correcta con los datos obteni-
dos. Llegar a conclusiones de como el dispositivo utiliza la tecnolog´ıa Geofence
y como es capaz de utilizar geolocalizacio´n con una descarga baja de bater´ıa.
Cuantificar los datos y ver en que´ punto es coherente con la prueba de diferen-
tes variables que te proporciona el tele´fono, como el nivel de rendimiento del
tele´fono, el porcentaje de bater´ıa, el estado del GPS o el proveedor de localiza-
cio´n.
En resumen, a partir de una correcta implementacio´n software de una apli-
cacio´n Geofence, se debera´n encontrar diferentes algoritmos de rastreo y a la
vez entender co´mo el dispositivo mo´vil utiliza la tecnolog´ıa Geofence para tener
un mejor rendimiento.
3.1.1. Objetivos y requerimientos.
Como se ha comentado anteriormente, este proyecto tiene como objetivo
caracterizar el sistema Geofence a partir de datos obtenidos de una implemen-
tacio´n software capaz de monitorizar dicha tecnolog´ıa. Para lograr el objetivo
principal se tiene que seguir los siguientes objetivos y a la vez requerimientos:
Caracterizar los diferentes sistemas de localizacio´n de android.
• Tener el conocimiento co´mo es capaz un tele´fono mo´vil de obtener
una ubicacio´n con tan poco margen de error y co´mo puede afectar al
dispositivo en su obtencio´n.
Desarrollo de una implementacio´n software basada en Android capaz de
monitorizar la tecnolog´ıa Geofences.
• A partir de la monitorizacio´n, se requiere obtener datos de localiza-
cio´n fiables.
• Se debera´n conocer con detalle los diferentes componentes software
de las aplicaciones para llevar a cabo un servicio en segundo plano.
• Conocer las diferentes APIs para la obtencio´n de ubicacio´n y co´mo
funcionan.
Hallar la mejor configuracio´n tanto del proveedor de ubicacio´n como de
la tecnolog´ıa Geofence para su correcto funcionamiento ejecuta´ndose en
segundo plano.
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• Experimentar diferentes maneras de desarrollo software a partir de
los datos obtenidos de localizacio´n. Se debera´ ver cua´les son las dis-
tintas configuraciones en los para´metros del proveedor de ubicacio´n
y de la tecnolog´ıa Geofence. Adema´s se debera´ escoger una buena
arquitectura para construir un servicio en segundo plano que soporte
las actualizaciones de localizacio´n y el sistema Geofence.
• Caracterizar los diferentes factores que pueden intervenir en la obten-
cio´n de la localizacio´n. Ver co´mo diferentes variables pueden afectar
a la obtencio´n de datos, como por ejemplo la bater´ıa que se dispon-
ga, estado GPS o el tiempo de planificacio´n del servicio en segundo
plano.
• Cuantificar la informacio´n proporcionada por la tecnolog´ıa Geofence.
Analizar la lista de avisos y ver en que´ punto puede ser coherente por
cada experimento.
Tener el conocimiento de la ubicacio´n de un tele´fono mo´vil durante un
trayecto no definido anteriormente.
• Desarrollo de algoritmos de rastreo para seguir los diferentes movi-
mientos de una persona, a partir de una aplicacio´n instalada en su
tele´fono mo´vil.
3.1.2. Riesgos y posibles obsta´culos.
Nacimiento de una nueva versio´n Android no compatible. Se podr´ıa
dar el caso del surgimiento de una versio´n Android sin la compatibilidad con la
tecnolog´ıa Geofence. Es algo que actualmente es poco probable, ya que Google
ha apostado muy fuerte por esta tecnolog´ıa como una de las soluciones de geolo-
calizacio´n en segundo plano. Debemos tener en cuenta este riesgo, debido a que
en un futuro podr´ıa surgir otra tecnolog´ıa que haga que Geofence desaparezca.
Interferencias con otras aplicaciones. El tele´fono mo´vil te permite tener
varias servicio ejecuta´ndose en segundo plano. Esto nos lleva a la conclusio´n
de que el tele´fono contiene implementada una cola de prioridades do´nde esta´n
todos los procesos presentes, esperando a ser ejecutados por la CPU. Esto es un
entorno que hoy en d´ıa no podemos controlar. El caso es que, podemos tener la
situacio´n de que nuestra tarea en segundo plano puede ser olvidada por la CPU
por las numerosas tareas con mayor prioridad.
Una solucio´n para este problema ser´ıa tener un tele´fono mo´vil con las apli-
caciones ba´sicas para tener un entorno controlado. Esta solucio´n no ser´ıa va´lida
en la pra´ctica, ya que cualquier tele´fono de hoy en d´ıa contiene numerosas apli-
caciones en segundo plano. Buscar una solucio´n para este posible problema sera´
un desaf´ıo para el desarrollo del proyecto.
Errores de co´digo. Este contratiempo es bastante probable, y encontrarlo
llevara´ un tiempo, ya que para examinarlo necesitamos salir a la calle para ver si
21
3.2. METODOLOGI´A Y RIGOR.
la solucio´n solventa el error. Esto es algo que conlleva bastante tiempo. Adema´s,
cabe decir que, las soluciones a los diversos errores o problemas se debatira´n en
las reuniones semanales, buscando as´ı su mejor resolucio´n.
Problemas de conectividad. Para tener datos de localizacio´n en Android
necesitas un proveedor, en este caso como se ha comentado anteriormente, el
Fused Location. Este proveedor se caracteriza por obtener la localizacio´n a partir
de la combinacio´n de mu´ltiples sensores con la tecnolog´ıa de localizacio´n (GPS,
Wifi o ce´lulas telefo´nicas).
En la pra´ctica, hay momentos en que la conectividad podr´ıa ser bastante
mala o nula, y es por eso por lo que se pueden obtener datos no coherentes o
inexistentes. Esto sera´ un reto en el apartado de la creacio´n de algoritmos de
rastreo, ya que la presencia de una zona sin conectividad, podr´ıa hacer perder
el seguimiento de un tele´fono mo´vil. Veremos si este obsta´culo estara´ presente
y se vera´ cua´l podr´ıa ser su posible solucio´n.
Aparte de esto, tambie´n se puede dar el caso de problemas de conectividad
con nuestra base datos. Amazon Web Services contiene diferentes herramientas
para visualizar registros y encontrar el problema deber´ıa ser bastante ra´pido,
para as´ı dar con una solucio´n.
3.2. Metodolog´ıa y rigor.
3.2.1. Me´todos de trabajo.
Tener una metodolog´ıa de trabajo claramente definida debe ayudar a tener
el control del proyecto y reducir el nu´mero de obsta´culos que puedas encontrarte
durante su desarrollo. Adema´s, ayudara´ a ahorrar tiempo y tener una capacidad
de respuesta a los posibles cambios.
Actualmente en el desarrollo de software se implementa una metodolog´ıa
a´gil, la cual tiene un enfoque en proyectos de software basados en el desarrollo
iterativo e incremental. Este tipo de metodolog´ıa tiene el fin de ser muy a´gil
y flexible en el desarrollo de productos con una buena calidad en el resultado
final.
Para el desarrollo de este proyecto se utilizara´ el mo´dulo SCRUM basado en
una metodolog´ıa a´gil. Es la te´cnica ma´s empleada actualmente en el desarrollo
software y es la que mejor que se adapta en este tipo de proyecto. Aportara´
mayor control en el desarrollo del proyecto y en temas de ana´lisis de datos.
Tambie´n ayudara´ a organizar y definir las diferentes tareas a realizar a partir
de los objetivos establecidos.
En primer lugar, diferenciamos dos elementos, los actores y las acciones.
Lo´gicamente, los actores sera´n quienes ejecuten las acciones. Tenemos como
actores:
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Usuarios: los beneficiarios del proyecto.
Equipo SCRUM: desarrolladores del proyecto. En este caso el autor del
trabajo.
ScrumMaster y duen˜o del producto: en este caso sera´n el director y co-
director de este proyecto. Con el objetivo de velar el cumplimiento de la
metodolog´ıa y guiar al desarrollador a cumplir su meta. A parte de esto,
previamente al comienzo el proyecto, han sido ellos quienes han marcado
los requerimientos.
Las acciones se dividen en diferentes categor´ıas, segu´n el estado de desarrollo
que tenga. Una accio´n que au´n no se ha empezado a realizar sera´ puesta en la
categor´ıa de Backlog. En esta categor´ıa tendremos esas acciones a realizar y los
objetivos que se pretenden conseguir, marcado todo por el duen˜o del producto
y ScrumMaster. Estas tareas se ira´n moviendo segu´n su estado, “en proceso” o
“finalizado”.
Una vez a la semana se llevara´ a cabo un Sprint Planning Meering. Reunio´n
que sirve para decidir y planificar que´ tareas se van a hacer durante la semana.
Antes de hacer esto, se comentara´n los diferentes resultados de las tareas fina-
lizadas de la semana anterior a la realizacio´n del Sprint Planning Meering. Si
una accio´n no es acabada se buscar´ıa la razo´n por la cual no ha sido finalizada;
se hablar´ıa de los obsta´culos encontrados y sus posibles soluciones.
3.2.2. Herramientas de seguimiento.
Las principales herramientas que se utilizar para garantizar el resultado del
proyecto sera´ Trello1 y Git2.
Trello es un software de administrador de proyectos que te permite la crea-
cio´n de tickets donde se definen las diferentes acciones a realizar. Gracias a ella
se llevara´ el control de lo que tienes hecho y de lo que te queda por hacer. El
seguimiento del proyecto sera´ posible haciendo que los diferentes tickets defi-
nidos vayan pasando de una categor´ıa a otra: backlog, en proceso y finalizado.
Cada ticket contiene un sistema de comentarios donde se pondra´n cada uno de
los detalles de la tarea asignada.
A parte de Trello, para poder llevar a cabo el desarrollo software de la
aplicacio´n se utilizara´ Git, un controlador de versiones software que facilitara´
tener el control de los diferentes cambios software en la aplicacio´n. Se utilizara´
GitLab para la administracio´n del repositorio del proyecto y de sus diferentes
ramas, manteniendo as´ı el desarrollo software seguro.
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de soporte. Servira´ para apuntar las diferentes ideas que vayan surgiendo durante
el desarrollo del proyecto con el fin de etiquetarlas y compartirlas con el director.
3.2.3. Me´todos de validacio´n.
Los datos obtenidos en el desarrollo de este proyecto no podra´n ser objeto
de la comparacio´n con otros valores conocidos, ya que la tecnolog´ıa Geofence
es un sistema tan novedoso que toda persona que ha trabajado con ello, no ha
detallado la fiabilidad de los datos que esta tecnolog´ıa te proporciona. Es por
eso que se ha decidido implementar un programa en Pyhton para validar los
datos de localizacio´n. Este programa genera un html donde mostrara´ todos los
datos de ubicacio´n obtenidos en un mapa con todas las Geofences dibujadas y
con ellos se decidira´ si los datos tienen sentido o no. Adicionalmente, con este
me´todo de validacio´n veremos si hay errores de co´digo, por las incoherencias
de los datos mostrados. El mapa resultante de cada obtencio´n de datos sera´
revelado y discutido durante las reuniones semanales.
A parte de esto, a lo largo del proyecto se garantizara´ una comunicacio´n con
el director y codirector, con el fin de facilitar la resolucio´n ra´pida de las dudas
y problemas que vayan surgiendo.
3.3. Planificacio´n y descripcio´n de las tareas
En este apartado se detallara´ la planificacio´n que se va a llevar a cabo para
la correcta realizacio´n de este proyecto. Se describira´n las diferentes tareas a
ejecutar con sus dependencias y se especificara´ un plan de accio´n para corregir las
posibles desviaciones que se puedan producir. Cabe destacar que la planificacio´n
esta´ sujeta a posibles alteraciones segu´n se desarrolle el proyecto, afectando as´ı
al tiempo previsto de su realizacio´n.
3.3.1. Descripcio´n de las tareas
A continuacio´n, se describen detalladamente todas las tareas que forman
parte del desarrollo del proyecto, ordenadas cronolo´gicamente.
Bu´squeda y estudio del modelo
Es la primera fase del proyecto justo despue´s de su aprobacio´n. El objetivo
de esta etapa es recolectar informacio´n sobre el dominio del proyecto y as´ı tener
una visio´n del camino a seguir para realizarlo correctamente. En esta seccio´n sera´
clave conocer exactamente que´ es Geofence, co´mo funciona y que´ ventajas tiene
hacia otras tecnolog´ıas. Justo despue´s, se estudiara´ la viabilidad del proyecto a
partir de la informacio´n encontrada.
24
3.3. PLANIFICACIO´N Y DESCRIPCIO´N DE LAS TAREAS
Gestio´n del proyecto
En esta fase se incluye la elaboracio´n de la asignatura de GEP (Gestio´ de
Projectes). El objetivo de esta etapa es que el proyecto tenga claramente definido
su contexto, sus objetivos a cumplir y que tenga una buena planificacio´n para
su correcto desarrollo.
Para lograrlo la asignatura consta de 4 secciones: alcance del proyecto y
contextualizacio´n; planificacio´n temporal, gestio´n econo´mica y sostenibilidad;
y presentacio´n oral y documento final. Cada seccio´n tiene un entregable y el
documento final integra las tres primeras secciones con la correccio´n de la re-
troaccio´n del tutor de la asignatura Esta tarea no se podra´ realizar hasta que
no se recopile toda la informacio´n de la tarea anterior.
Familiarizacio´n, ana´lisis general y creacio´n del entorno
El propo´sito de esta seccio´n es familiarizarse con la tecnolog´ıa Geofence y
el entorno de desarrollo Android; y hacer un ana´lisis general para tener los
conocimientos suficientes para empezar el proyecto. Se realizara´ un estudio del
modelo a partir de la informacio´n recogida en la primera tarea y de informes
encontrados posteriormente. Por u´ltimo, se procedera´ a la creacio´n del entorno
de trabajo con la instalacio´n de diversos programas.
Disen˜o e implementacio´n
Esta tarea tiene el objetivo de la creacio´n de una aplicacio´n Android que
proporcione datos de ubicacio´n ejecuta´ndose en segundo plano a partir de una
implementacio´n basada en la tecnolog´ıa Geofence. La realizacio´n correcta de la
tarea anterior sera´ clave para la ejecucio´n de esta, ya que un buen conocimiento
del entorno puede ayudar a un correcto disen˜o e implementacio´n de la aplicacio´n.
Experimentacio´n y correccio´n de errores
La fase de experimentacio´n se llevara´ a cabo una vez que la aplicacio´n este´
implementada y se pueda instalar en el tele´fono mo´vil. El objetivo sera´ la ob-
tencio´n de datos de ubicacio´n para poder analizarlos y as´ı contabilizar posibles
errores para proceder a una mejora de la implementacio´n software. Es la etapa
que ma´s horas se dedicara´n, ya que para validar el correcto funcionamiento de
la aplicacio´n tienes que salir a la calle y darte un buen paseo sin saber que la
aplicacio´n funciona realmente. Adema´s, despue´s de cada paseo tienes que averi-
guar que es lo que funciona realmente y lo que no en la aplicacio´n, y que factores
nos esta´n afectando en la obtencio´n de datos de ubicacio´n. Esto sera´ gracias al
ana´lisis que haremos en la siguiente seccio´n.
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Ana´lisis de datos
El objetivo de esta seccio´n es encontrar diferentes conclusiones finales a
partir del ana´lisis de datos y as´ı poder cumplir con los objetivos establecidos en
el comienzo del proyecto.
El ana´lisis de datos contiene dos etapas con finalidades distintas. Primera-
mente, se llevara´ a cabo un ana´lisis con el fin de mejorar la aplicacio´n con un
estudio de los datos obtenidos en la etapa de experimentacio´n. Esta etapa se
llevara´ a cabo a partir de diferentes discusiones en la reunio´n semanal con el
director y codirector del proyecto. Posteriormente, despue´s de la correcta confi-
guracio´n de la aplicacio´n, se hara´ un ana´lisis con el fin de cuantificar los datos
de ubicacio´n obtenidos y as´ı poder ser capaz de desarrollar algoritmos de rastreo
basados en la tecnolog´ıa Geofence.
Algoritmo de rastreo basado en Geofence
Esta seccio´n sera´ la u´ltima en el desarrollo del proyecto y no se podra´ empe-
zar hasta tener realmente una aplicacio´n que funcione perfectamente ejecuta´ndo-
se en segundo plano. Su propo´sito es tener el conocimiento de los movimientos
del tele´fono mo´vil en tiempo real a partir de los diferentes datos obtenidos.
Para satisfacer el objetivo de esta etapa se precisara´ de un algoritmo de ras-
treo capaz de saber la ubicacio´n del tele´fono mo´vil en un momento determinado.
La culminacio´n de esta seccio´n sera´ dada por una correcta implementacio´n de
una aplicacio´n ejecuta´ndose en estado background, capaz de seguir los movi-
mientos de una persona.
Evaluacio´n de rendimiento
Una vez finalizadas todas las etapas explicadas anteriormente, se hara´ un
ana´lisis y validacio´n de todos los resultados obtenidos durante la realizacio´n del
proyecto. Por otra parte, tendremos que tener una idea clara y ordenada de todo
lo que se ha hecho durante el proyecto para encarar la memoria final.
Memoria final y defensa
Es la u´ltima tarea a realizar en el proyecto. Se elaborara´ una memoria final
con el fin de explicar todo lo que se ha hecho durante la realizacio´n del proyecto
de manera clara y ordenada. Como plan de actuacio´n, se ha decidido que se ira´
escribiendo en la misma medida que el proyecto vaya avanzando en el tiempo.
Con la finalizacio´n de la memoria final, se empezara´ a preparar la presentacio´n
oral para la defensa delante de un tribunal.
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Bu´squeda y estudio del modelo 20
Gestio´n del proyecto 75
Familiarizacio´n, ana´lisis general y creacio´n del entorno 35
Disen˜o e implementacio´n 55
Experimentacio´n y correccio´n de errores 110
Ana´lisis de datos 100
Algoritmo de rastreo basado en Geofence 50
Evaluacio´n de rendimiento 20
Memoria final y defensa 60
Total 525
Cuadro 3.1: Dedicacio´n en horas por cada tarea.
Diagrama de GANTT y dependencias entre tareas
En este apartado se muestra el diagrama de GANTT con la fecha de inicio
y final de cada accio´n. Adema´s, se muestran todas las dependencias que se
encuentran entre tareas.
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3.3.3. Recursos
A lo largo del proyecto se utilizara´n diferentes tipos de recursos con el fin
de un correcto desarrollo. A continuacio´n, se describen los recursos hardware,
software y humanos.
Recursos Hardware
Ordenador porta´til personal HP. Procesador Intel® Core™ i5-7200U,
8GB de RAM, 128GB de SSD y tarjeta ga´fica Intel® HD Graphics 620.
Usado para el desarrollo software y la escritura de las memorias del pro-
yecto.
Ordenador sobremesa del laboratorio DELL. Procesador Intel®
Core™ i5-6500, 8 GB de RAM, 1 TB HDD y tarjeta ga´fica Intel® HD
Graphics 530. Su uso es el mismo que el anterior.
Mo´vil Xiaomi Redmi Note 5 personal. Porcesador Snapdragon 636,
3 GB de RAM y Bater´ıa de 4000mAh. Se utilizara´ para pruebas de la
aplicacio´n y la obtencio´n de datos.
Huawei P20 lite del grupo de investigacio´n. Procesador Kirin 659 a
2,36GHz, 4 GB de RAM y bater´ıa de 3000mAh. Su uso es el mismo que
el anterior.
Recursos Software
Sistemas Operativos. Windows 10 instalado en los dos ordenadores
descritos anteriormente, Android Oreo bajo MIUI 9.5 en el mo´vil Xiaomi
personal y Android 8.0 Oreo bajo EMUI 8.0 en el tele´fono del grupo de
investigacio´n.
Control de versiones. Se utilizara´ Git y Bitbucket.
Editores de texto. SublimeText para el desarrollo de scripts y del mapa
de la validacio´n de los datos de ubicacio´n. Se utilizara´ Python y JavaScript
para su desarrollo.
Android Studio. Entorno de desarrollo de Android basado en el lenguaje
de programacio´n Java.
Otros. LaTex para la documentacio´n del proyecto. Excel (CSV) utilizado
para dar formato a los datos obtenidos. OneNote para apuntar la informa-





Director y codirector. Encargados del seguimiento y supervisio´n para
cumplir todos los objetivos establecidos. Ayudaran en la toma de decisio-
nes y en problemas que vayan surgiendo durante el desarrollo del proyecto.
Desarrollador del proyecto. Encargado del desarrollo del proyecto y
que se lleve a cabo en las fechas establecidas.
3.3.4. Desviaciones y plan de accio´n
El desarrollo del proyecto deber´ıa acabar a finales del mes de mayo para
tener 3 semanas de escritura de la memoria final. Estas 3 semanas podr´ıan verse
afectadas por alguna desviacio´n del proyecto y es por eso que se ha decidido
escribir la memoria final conjuntamente con el desarrollo del proyecto. De esta
forma, se crea un margen de tiempo de maniobra por si surge algu´n problema.
La desviacio´n ma´s probable, y la u´nica que podemos conocer actualmente,
sera´ la puesta en marcha de la aplicacio´n en el tele´fono mo´vil, que corresponde
a la etapa de experimentacio´n. Lo que buscamos es que la aplicacio´n a imple-
mentar funcione para todos los tipos de mo´viles basados en Android. Pero surge
el problema que muchos tele´fonos mo´viles contienen lo llamado firmware per-
sonalizado, que es el caso del tele´fono Xiaomi. Este firmware personalizado se
encuentra implementado junto el sistema operativo Android y hace que el com-
portamiento no sea el mismo cuando comparamos diferentes tele´fonos mo´viles.
Esto podr´ıa afectar en la obtencio´n de datos de ubicacio´n, ya sea por el tiempo
de ejecucio´n de la aplicacio´n en background o el tiempo de notificacio´n. Una de
las soluciones ya planteadas es tener un tele´fono mo´vil solo con Android insta-
lado, proporciona´ndonos as´ı un mayor control del entorno dentro del tele´fono
mo´vil. Adema´s de esto, se instalara´ diversos programas de monitorizacio´n de
procesos en ejecucio´n para controlar cuando se ejecuta nuestra aplicacio´n.
Esta desviacio´n provocara´ que pasemos la mayor parte del tiempo del desa-
rrollo del proyecto en la etapa de experimentacio´n. Pero gracias a utilizar la
metodolog´ıa Scrum dentro del grupo de investigacio´n nos ayudara´ a tomar la
mejor decisio´n para este problema y muchos ma´s que podamos encontrar.
3.4. Gestio´n econo´mica.
Para poder llevar a cabo este proyecto, tenemos que hacer un estudio para
determinar si su realizacio´n es econo´micamente viable. Para poder hacer dicho
estudio se precisa de un presupuesto total del proyecto y de la descripcio´n de




El ca´lculo del presupuesto del proyecto viene dado de diferentes costes: costes
directos, costes indirectos, contingencias e imprevistos.
Costes Directos.
Para calcular los costes directos dividiremos los diferentes recursos que se
necesitan para la realizacio´n del proyecto.
Recursos Humanos
Para ponerse en un contexto real, se muestra a continuacio´n el coste total de
los recursos humanos con los sueldos4 correspondientes a cada rol que se tendra´
en el proyecto.
Rol Horas Estimadas Salario (e/h) Coste (e)
Jefe de Proyecto 155 22 3410
Analista 185 12 1860
Disen˜ador 10 15 150
Desarrollador 155 12 1860
Ingeniero QA 20 18 360
Total 525 - 760
Cuadro 3.2: Costes Recursos Humanos.
Sin embargo, al realizar yo este proyecto trabajando como jefe de proyec-
to, analista, disen˜ador, desarrollador e ingeniero QA5; se decide empezar esta
seccio´n en referencia al convenio de la Facultat d’Informa`tica de Barcelona[20],





Rol Horas Estimadas Salario (e/h) Coste (e)
Jefe de Proyecto 155 8 1240
Analista 185 8 1480
Disen˜ador 10 8 80
Desarrollador 155 8 1240
Ingeniero QA 20 8 160
Total 525 - 4200
Cuadro 3.3: Costes Recursos Humanos.
Para poder explicar mejor esta reparticio´n de horas, se ha llevado a cabo un
estudio de coste por actividad del diagrama de GANTT del apartado planifica-
cio´n temporal.
Actividad Horas Recursos Coste (e)
Bu´squeda y Estudio del Modelo 20 160
Bu´squeda de informacio´n 10 Jefe de Proyecto 80
Recopilacio´n de informacio´n 3 Jefe de Proyecto 24
Estudio del modelo 7 Jefe de Proyecto 56
Gestio´n del Proyecto 75 600
Alcance del proyecto y contextualizacio´n 20 Jefe de Proyecto 160
Planificacio´n temporal 15 Jefe de Proyecto 120
Gestio´n econo´mica y sostenibilidad 15 Jefe de Proyecto 120
Documento final y preparacio´n defensa 25 Jefe de Proyecto 200
Familiarizacio´n, Ana´lisis General 35 - 280
Familiarizacio´n del entorno 20 Desarrollador 160
Ana´lisis general 10 Desarrollador 80
Creacio´n del entorno 5 Desarrollador 40
Disen˜o e Implementacio´n 55 - 440
Disen˜o del modelo 10 Disen˜ador 80
Aplicacio´n background 20 Desarrollador 160
Configuracio´n Geofence 15 Desarrollador 120
Integracio´n tecnolog´ıas 10 Desarrollador 80
Experimentacio´n 110 Analista 880
Ana´lisis de Datos 100 - 800
Mejora aplicacio´n 60 Desarrollador 480
Cuantificacio´n de datos 40 Analista 320
Algoritmo de Rastreo 50 - 400
Desarrollo del algoritmo 15 Desarrollador 120
Ana´lisis de datos obtenidos 15 Analista 120
Test 20 Analista 160
Evaluacio´n de Rendimiento 20 Ingeniero QA 160
Memoria Final y Defensa 60 Jefe de Proyecto 480
Total 525 - 4200
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Actividad Horas Recursos Coste (e)
Cuadro 3.4: Coste por actividad.
En esta tabla se puede apreciar la reparticio´n de tareas entre los diferentes
roles. Cabe destacar los papeles que se van a hacer de jefe de proyecto, analista y
desarrollador. Primeramente, tenemos el jefe del proyecto, el cual se encargar´ıa
de toda la planificacio´n y de la redaccio´n de toda la documentacio´n demandada.
Despue´s tenemos el desarrollador del proyecto, el cual debera´ estudiar todo el
modelo software del proyecto y proceder a su implementacio´n. Tambie´n comen-
tar que como se dijo en la planificacio´n temporal, la etapa de experimentacio´n es
la que llevara´ ma´s carga de trabajo. El papel en dicha tarea ser´ıa el del analista.
Sumando todas las actividades nos dar´ıa un total en costes de recursos hu-
manos de 4200e.
Recursos Hardware
Las horas estipuladas en la siguiente tabla son las horas estimadas de uso de
cada dispositivo hardware que se utilizara´ durante la realizacio´n del proyecto.
Tenemos en cuenta su vida u´til y su amortizacio´n.
Producto Coste Horas(h) Vida u´til(an˜os) Amortizacio´n (e)
Ordenador personal 699 350 5 5.58
Ordenador laboratorio 599 200 5 2.76
Mo´vil personal 173 210 2 2.07
Mo´vil laboratorio 205 180 2 2.11
Total 1676 - - 12.52
Cuadro 3.5: Costes Recursos Hardware.
Recursos Software
Co´mo se puede ver en la siguiente tabla la mayor´ıa de recursos software son
de co´digo abierto, es decir gratuitos. No es el caso del software proporcionado
por Microsoft: Microsoft Office y Windows 10 Home. En este caso, tambie´n
tenemos en cuenta la amortizacio´n de cada recurso software que se utilizara´.
Costes Indirectos.
Para conocer los costes indirectos del proyecto, hemos cogido de referencia
la explicacio´n que hace en el Horizon 2020 para calcularlos [21]. Para poner
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Recurso Coste Horas(h) Vida u´til(an˜os) Amortizacio´n (e)
Sistemas Operativos 145 940 - 5.58
Windows 10 Home 145 550 5 1.938
Android 0 390 5 -
Control de versiones 0 525 - 0
Bitbucket 0 525 5 0
Editores de Texto 0 65 - 0
Sublime Text 0 65 - 0
Android Estudio 0 190 - 0
Otros 69 170 - 0.40
LaTex 0 120 - 0
Microsoft Office 69 50 1 0.40
Total 214 - - 5.98
Cuadro 3.6: Costes Recursos Software.
en contexto, Horizon es el mayor programa de investigacio´n e innovacio´n en la
Unio´n Europea[22].
Para su ca´lculo cargan una tarifa u´nica del 25 % de los costes directos. Se
aplica una tarifa u´nica por el simple echo de que los costes indirectos no se pue-
den establecer con exactitud, ya que dependen de muchos factores. Los t´ıpicos
ejemplos de estos costes ser´ıan el consumo energe´tico, el coste del equipo de la
oficina, la tarifa de Internet y mo´vil; y los costes de los terrenos del lugar donde
se desarrolla el proyecto.
Entonces, a partir del porcentaje u´nico del 25 %, podemos calcular los costes
indirectos de este proyecto como: 4218.5 x 0.25 = 1054.625e
Contingencias.
El nivel de contingencia que se reservara´ para este proyecto sera´ del 15 %
de los costes directos e indirectos. Este porcentaje sale de la incertidumbre,
pero cabe decir que no se preve´n demasiados problemas durante la realizacio´n
del proyecto, pero al no tener la certeza de que pasara´ en un futuro, hay que
asegurarse.
Imprevistos.
Puede darse el caso que durante el desarrollo del proyecto surgieran impre-
vistos o contratiempos. Y es por eso que, las estimaciones anteriores deben estar
sujetas a la medicio´n de la incertidumbre como costes en imprevistos, reflejados
en el presupuesto del proyecto. Los principales imprevistos serian:
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Tipo Porcentaje ( %) Precio (e) Coste (e)
Costes Directos - 4218.5 632.77
Recursos Humanos 15 4200 630
Hardware 15 12.52 1.878
Software 15 5.98 0.897
Costes Indirectos 15 1054.625 158.19
Total - 5273.125 790.96
Cuadro 3.7: Costes contingencia.
Aver´ıa dispositivo Hardware. En caso de aver´ıa de algu´n dispositivo
hardware ser´ıa necesario la compra de uno nuevo. Esto es poco probable,
y es por eso que asignamos un 5 % de probabilidad.
Retraso en el la realizacio´n de algunas tareas. Viendo el descono-
cimiento de algunas tecnolog´ıas que forman este proyecto, es necesario
contemplar un porcentaje de retraso de algunas tareas. En este caso se
har´ıan unas 5 o 10 horas ma´s a la semana, haciendo que sean en total
unas 50 horas de retraso con una probabilidad del 30 %.
En la siguiente tabla se muestra el coste total de imprevistos.
Tipo Probabilidad ( %) unidades Coste (e)
Dispositivos Hardware 5 4 90
Retrasos 30 50 (horas) 120
Total - - 210
Cuadro 3.8: Costes de imprevistos.
Coste total.
Por ultimo se muestra el coste total del proyecto. Se calcula como la suma
de costes directos, costes indirectos, contingencias e imprevistos.
3.4.2. Control de gestio´n.
La desviacio´n ma´s probable del proyecto es el retraso en la realizacio´n de
algunas de las tareas descritas en el apartado de planificacio´n temporal. El au-
mento de las horas de trabajo es algo que se tiene que controlar, ya que su
desorganizacio´n podr´ıa encarecer au´n ma´s el presupuesto total, por el simple
echo de ser un proyecto donde la mayor parte del presupuesto esta´ dedicado a
los costes de recursos humanos. Es por eso que, en los costes de los imprevistos
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Cuadro 3.9: Coste total.
es lo que ma´s esta´ destacado, ya que hace que el presupuesto aumente por ma´s
horas de trabajo.
Para llevar un control durante todo el desarrollo del proyecto, se utilizaran
diferentes mecanismos, los cuales esta´n comentados en el apartado de metodo-
log´ıa del proyecto. Gracias a los mecanismo de seguimiento y de impulsar una
metodolog´ıa a´gil, Scrum en este caso, la desviacio´n del retraso de las tareas
se va a controlar mucho ma´s. En la reunio´n semanal, si hay alguna tarea que
tarda ma´s de lo esperado, se buscara´ la mejor solucio´n para que afecte lo menos
posible a las horas estipuladas de la realizacio´n del proyecto.
3.5. Desviaciones de la planificacio´n inicial.
En este apartado se muestran los diferentes cambios de planificacio´n que se
han producido durante el desarrollo del proyecto. No han sido muchos, pero los
tenemos en cuenta en este informe.
3.5.1. Dedicacio´n y previsio´n temporal
Como se puede ver en la tabla, el nu´mero total de horas han aumentado en
5. Esto ha sido provocado por las numerosas experimentaciones y test de errores
que se han hecho al co´digo inicial del proyecto. Probar cada una de las soluciones
para solventar los errores te hacia perder un gran tiempo de ejecucio´n, ya que
debes salir a la calle para probarlo, aumentando as´ı las horas de trabajo.
Pero no todo es negativo, gracias al aumento de horas dedicadas tanto a la
implementacio´n y a la ejecucio´n de los diferentes experimentos, ha provocado que
las horas destinadas al desarrollo del algoritmo de rastreo haya disminuido, por el
conocimiento obtenido de la nueva tecnolog´ıa geofence y de su comportamiento
en background. Adema´s, los nu´meros experimentos durante la correccio´n de
errores ha provocado tambie´n una disminucio´n en las horas dedicadas a la tarea
de ana´lisis de datos, ya que cada vez que volv´ıas de una ruta se ten´ıa que
analizarlos para ver si eran correctos o no.
En resumen, decir que la dedicacio´n total en horas del proyecto no ha sufrido
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Tarea Inicial (Horas) Final (Horas)
Bu´squeda y estudio del modelo 20 20
Gestio´n del proyecto 75 75
Familiarizacio´n, ana´lisis general 35 35
Disen˜o e implementacio´n 55 80
Experimentacio´n y correccio´n de errores 110 140
Ana´lisis de datos 100 70
Algoritmo de rastreo basado en Geofence 50 30
Evaluacio´n de rendimiento 20 20
Memoria final y defensa 60 60
Total 525 530
Cuadro 3.10: Dedicacio´n en horas por cada tarea.
muchos cambios, solamente se ha sufrido un aumentado de 5 horas del total.
Diagrama de GANTT definitivo y dependencias entre tareas
En este apartado se muestra el diagrama de GANTT definitivo con todas
las modificaciones del apartado anterior. Cabe destacar que la fecha de inicio y
final de cada una de las acciones han sido modificadas pocos d´ıas para poder
acabar el proyecto a finales de mayo, para as´ı proceder a documentar. Adema´s,
se muestran todas las dependencias que se encuentran entre tareas.
3.5.2. Gestio´n econo´mica
El aumento de 5 horas de trabajo en comparacio´n a la planificacio´n inicial
no afecta al presupuesto inicial, ya que al hacer el calculo de los costes en
imprevistos ya se contemplo´ la posibilidad de aumento de horas de trabajo por
contratiempos, con un total de 50 horas. Esto es gracias al buen control de
gestio´n que se concreto´ inicialmente.
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Sostenibilidad y compromiso social
A continuacio´n se resume el impacto del proyecto en la matriz de sostenibi-
lidad y posteriormente se describen detalladamente.
Figura 4.1: Matriz de sostenibilidad.
4.1. Dimensio´n ambiental.
Para poder estimar el impacto ambiental del proyecto se han identificado
cua´les son los recursos que requieran de un consumo de energ´ıa, estimado en
kWh.
Teniendo en cuenta que un ordenador consume en media 180W1 y que un
tele´fono mo´vil consume durante su carga unos 5W2; podemos estimar cua´nto
han consumido durante la realizacio´n de este proyecto. Las horas estipuladas en






Consumo de los ordenadores. 550 h x 180 W = 99kWh.
Consumo de carga de los tele´fonos mo´viles. 78 h x 5 W = 1890Wh.
Consumo de la luz e Internet. 525 h x 0.24kWh3. W = 126KWh.
El consumo total del proyecto ha sido de unos 226.90 KWh. Para disminuir
este impacto ambiental, se ha evitado utilizar dos ordenadores a la vez y se ha
intentado rebajar el consumo de luz en la habitacio´n de trabajo, haciendo que
este proyecto contenga mejoras ambientales respecto a otros similares.
Por otro lado, el desarrollo de este proyecto podr´ıa tener un impacto am-
biental bastante elevado si no se tiene en cuenta la reutilizacio´n de recursos, ya
que para abordar el problema de este proyecto, es necesario utilizar dispositivos
mo´viles para las diferentes pruebas de experimentacio´n. Para eso se ha decidido
reutilizar los recursos con la utilizacio´n de solamente dos dispositivos mo´viles
para todos los entornos de experimentacio´n, algo que en una empresa no se con-
siderar´ıa, ya que necesitar´ıan probar con los diferentes mo´viles en el mercado
para conocer si existen diferentes comportamientos.
Durante la realizacio´n del proyecto, existe un experimento el cual ha podido
empeorar la huella ecolo´gica al probar nuestra implementacio´n software durante
un trayecto en coche. Estos es algo que, si el proyecto se volver´ıa a hacer, se
podr´ıa plantear de hacerlo de otra manera o buscar otro tipo de experimen-
to. Por ejemplo, en este caso, la utilizacio´n de una moto ele´ctrica durante ese
experimento podr´ıa ser un escenario de aumento de la huella ecolo´gica.
4.2. Dimensio´n econo´mica.
La estimacio´n del coste inicial del proyecto suma un total de 6274.08e. Para
el calculo de estos costes, se ha tenido en cuenta el coste de los recursos humanos
y materiales necesarios para el correcto desarrollo del proyecto.
Viendo los detalles en el apartado de gestio´n econo´mica, se puede apreciar
que la mayor´ıa de costes viene dado por recursos humanos, imprevistos y por
el nivel de contingencia. Es por esto que hemos decidido que el desarrollo del
proyecto es econo´micamente viable, ya que si hubiera un elevado coste de los
recursos materiales nos podr´ıamos plantear la no realizacio´n de este proyecto.
Adema´s, cabe destacar que, decidir utilizar recursos software de co´digo libre ha
provocado una disminucio´n considerable en el presupuesto del proyecto. Asimis-
mo, como se ha comentado en el apartado anterior, la utilizacio´n de solamente
dos tele´fonos mo´viles en la fase de experimentos ha provocado una reduccio´n
algo importante tambie´n en la gestio´n econo´mica.
Finalmente, como hemos comentado en el apartado de Dimensio´n Ambiental,




de un elevado nu´mero de tele´fonos mo´viles para controlar todos los entornos de
experimentacio´n. La decisio´n de utilizar solamente dos tele´fonos, ha provoca-
do una disminucio´n considerable en el coste de los recursos materiales, algo
que mejora econo´micamente este proyecto en comparacio´n con otros similares.
Adema´s, si este proyecto se desarrollara en una empresa el presupuesto ser´ıa
completamente distinto, ya que no estar´ıa solamente un trabajador desarrollan-
do este proyecto, sino que trabajar´ıan ma´s personas, aparte de que su sueldo
ser´ıa superior al de un becario.
4.3. Dimensio´n social.
Al ser un proyecto dedicado a la investigacio´n, pocos son los aspectos sociales
que ayuden a mejorar la condicio´n de vida de las personas. Pero tambie´n, cabe
decir que el desarrollo de este proyecto es una necesidad real, ya que es poca la
gente que ha hecho pu´blico sus trabajos sobre el tema que este proyecto trata,
y es por eso que pienso que este proyecto puede aportar un bien comu´n para
esas personas interesadas. Es decir, se proporcionara´ un conocimiento pu´blico
de tecnolog´ıas de ubicacio´n en Android que antes no se ten´ıa, y as´ı hacer que el
colectivo interesado en este tema tenga la facilidad de obtener esa formacio´n.
Socialmente, como he dicho antes, no es un proyecto que mejore la calidad
de vida de las personas, pero si podr´ıa molestar en un futuro, ya que muchas son
las empresas que podr´ıan utilizar este proyecto para saber co´mo obtener datos
de ubicacio´n y proceder a su ana´lisis creando diferentes perfiles de cara´cter per-
sonal. Con esto quiero decir que, podr´ıa ser desagradable para algunas personas
la recogida de sus datos de ubicacio´n, ya que nadie quiere que terceras personas
tengan el conocimiento de sus pasos, algo que podr´ıa dejarlos en una situacio´n
de debilidad. Pero esto, es algo que no recoge este proyecto, ya que su objetivo
no es esa recogida, sino entender como funciona la tecnolog´ıa de ubicacio´n en
un tele´fono Android.
Por u´ltimo tengo que comentar que, con la realizacio´n de este proyecto,
adquirire´ a nivel personal muchos aspectos positivos. Primeramente, mi nivel
de conocimiento de tecnolog´ıas relacionadas con el a´mbito que estudio crecera´,
ya que conocere´ nuevos aspectos que actualmente eran desconocidos para mı´.
Adema´s, obtendre´ una experiencia que puede ser muy valorada en un futuro
cercano. Adema´s, creo que afrontando los diferentes retos que puedan surgir
durante la realizacio´n de este proyecto me ayudara´ a crecer como persona. Sere´
expuesto a nuevas situaciones que hasta ahora no se me han presentado, y con
su correcta realizacio´n, podr´ıa conocerme ma´s a mı´ mismo.
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Cap´ıtulo 5
Sistemas de localizacio´n en Android
5.1. Introduccio´n
Como se ha dicho anteriormente, hoy en d´ıa no se encuentra informacio´n
pra´ctica que explique realmente el verdadero comportamiento de la tecnolog´ıa
Geofence y co´mo es su correcta forma de programacio´n en los dispositivos mo´vi-
les actuales, con versio´n Android superior al 8. Por este motivo, la primera sec-
cio´n tratara´ sobre la caracterizacio´n de los sistemas de localizacio´n en Android
y la razo´n por el cual ha surgido la necesidad de tener una tecnolog´ıa llamada
Geofence.
El contenido de este apartado es un poco repetitivo en algunos conceptos a
los comentados en la seccio´n de Estado del arte, pero esta vez se entrara´ ma´s al
detalle.
Para empezar, se definen los conceptos ma´s relevantes que se utilizara´n du-
rante el desarrollo del proyecto. Para cada uno de los te´rminos se expondra´ su
definicio´n y su funcionalidad. En segundo lugar, veremos co´mo es capaz un dis-
positivo mo´vil de obtener una ubicacio´n. Posteriormente, se caracterizara´n las
diferentes tecnolog´ıas que te proporciona Android para obtener una localizacio´n.
En este punto, es conveniente explicar la tecnolog´ıa Geofence y cua´les son sus
me´todos de trabajo. Y para concluir, se hara´ un ana´lisis de lo que´ realmente
explican los art´ıculos de investigacio´n sobre Geofence y cua´l es su intere´s real.
5.2. Objetivos
Los objetivos de esta parte del proyecto son los siguientes:
Dar un primer enfoque de los conceptos que se vera´n durante el proyecto.
Conocer co´mo es capaz un tele´fono mo´vil de obtener una ubicacio´n.
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Entender el funcionamiento de la tecnolog´ıa Geofence.
Investigar me´todos de trabajo de Geofence.
Analizar hasta que´ punto explican el funcionamiento Geofence en diferen-
tes art´ıculos de investigacio´n.
A partir de toda la informacio´n presentada, elegir la mejor arquitectura
software para encaminar los diferentes objetivos del proyecto.
5.3. Desarrollo
5.3.1. Terminolog´ıa y conceptos
Antes de empezar a entrar en detalle, es conveniente que se definan algunos
conceptos sobre la localizacio´n en Android.
Localizacio´n
En este proyecto definimos localizacio´n como cualquier punto en el espacio
representado en coordenadas geogra´ficas, latitud y longitud. Estos dos conceptos
se entienden como:
Latitud: Se define como la distancia en grados desde el ecuador al norte y
al sur. Por ejemplo, hay 90 grados de latitud desde el ecuador hasta cada
uno de los polos, norte y sur.
Longitud: Se define como la distancia en grados desde el primer meridiano
al este o al oeste. Por ejemplo, todas las lineas de longitud pasan a trave´s
del polo norte y sur.
As´ı pues, cualquier punto en la superficie de la Tierra sera´ representado por
la interseccio´n de la latitud y la longitud. Entonces, gracias a un proveedor de
ubicacio´n en nuestro dispositivo mo´vil que te suministra una latitud y longitud,
puedes ser capaz de ubicarlo dentro de la superficie terrestre.
Interfaz de programacio´n de aplicaciones
Interfaz de programacio´n de aplicaciones, o generalmente llamado API, es
una herramienta muy importante para el desarrollo de software en aplicaciones
Android. En el apartado Estado del arte, se define como me´todos que ofrecen





Figura 5.1: Sistema de coordenadas geogra´ficas. [Figura a] Latitud. Recuperado
de [23]. [Figura b] Longitud. Recuperado de [23].
Una API es un conjunto de funciones que permite a los desarrolladores de
software de Java crear programas simplificando, en gran medida, el trabajo de
un realmente creador de software, ya que no debe programar las funciones desde
cero. En conclusio´n, permite al programador usar funciones ya definidas para
interactuar con un programa o sistema operativo [27].
Sirva de ejemplo: Google Maps API, Geofence API, GSON de Google, An-
droid Pay, entre muchas.
Ejecucio´n en primer plano
El servicio en primer plano, o dicho en ingle´s ”foreground”, es el estado que
se encuentra una aplicacio´n cuando el usuario puede interactuar con ella a trave´s
de una Activity o servicio. Es un claro ejemplo la aplicacio´n de Google Maps
cuando nos indica el camino a seguir.
Android considera que una aplicacio´n se encuentra ejecuta´ndose en primer
plano si se cumple algunas de las siguientes condiciones [26]:
Hay una actividad visible por el usuario. Esta actividad puede que se haya
iniciado o en pausa.
Tiene un servicio en primer plano.
Otra aplicacio´n en primer plano esta´ conectada a la aplicacio´n.
Ejecucio´n en segundo plano
El servicio en segundo plano, o dicho en ingle´s background es el estado que
se encuentra una aplicacio´n cuando no es visible por el usuario y cuando no se
ejecuta en el thread principal del tele´fono. Exponie´ndolo de otra manera, es un
proceso que se encuentra en ejecucio´n oculto para el usuario.
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Su utilidad puede tener muchos fines, como por ejemplo sincronizacio´n con
un servidor back-end, obtencio´n de nuevo contenido de una aplicacio´n, o incluso,
la obtencio´n perio´dica de ubicacio´n, co´mo queremos hacer en este proyecto.
Por contrapartida, Android define una aplicacio´n ejecutada en segundo plano,
si no se cumple ninguna condicio´n que define el estado en primer plano [26].
Sistema de Posicionamiento Global
O dicho en ingle´s Global Positioning System (GPS) es un sistema mundial
de navegacio´n para proporcionar informacio´n de ubicacio´n de cualquier punto
en la Tierra. Se determina midiendo la distancia desde un grupo de sate´lites en
el espacio.
Fused Location
Fused location es el principal proveedor de ubicacio´n que encontramos en
la plataforma Android hoy en d´ıa. Este sistema es capaz de aprovecharse de
diferentes sen˜ales de los sensores para determinar la localizacio´n del dispositivo
mo´vil. No es una tarea fa´cil, ya que su propo´sito es buscar una solucio´n para
encontrar una ubicacio´n siempre pensando en la eficiencia de la bater´ıa.
El motivo por lo que surge Fused location, algo que ya he comentado en el
apartado de Estado del arte, es la alta demanda de bater´ıa al utilizar GPS para
obtener una localizacio´n del dispositivo. Entonces, Fused Location utiliza siem-
pre la mejor forma de obtener una ubicacio´n, ya sea por GPS, WiFi, red celular
como la combinacio´n de diferentes sensores integrados en el dispositivo.Google
define este proveedor como la mejor solucio´n de ubicacio´n respetando siempre
al impacto de la descarga de bater´ıa en la obtencio´n de ubicacio´n.
Android, proporciona una API para especificar la calidad de servicio que
necesitas de localizacio´n. Fused location puede soportar estos escenarios[29]:
U´ltima localizacio´n conocida. Peticio´n de la u´ltima localizacio´n conocida
por el dispositivo mo´vil. Una buena estrategia para empezar la aplicacio´n
es la de pedir la ultima localizacio´n conocida.
Actualizaciones de ubicacio´n. Adema´s de la u´ltima localizacio´n conocida,
podemos obtener localizaciones de ubicacio´n definiendo un intervalo de
tiempo.
Ajustes de ubicacio´n. Al hacer peticiones de ubicacio´n puedes definir la
calidad de servicio deseado y el tipo de proveedor de las localizaciones




Como se ha dicho en el apartado Estado del arte, Geofence se define como
una regio´n circular ubicada en cualquier punto del mapa, dada una longitud,
latitud y radio; y te notifica cuando el dispositivo mo´vil entra, sale o permanece
dentro de la regio´n del Geofence durante un cierto tiempo.
Figura 5.2: Eventos de transicio´n en Geofence. Location events for triggered
services. Recuperado de [17].
Un ejemplo muy t´ıpico de este sistema podr´ıa ser la de aplicacio´n que defina
una Geofence alrededor de un aeropuerto. Cuando se da el caso de que una
persona se dirige a la puerta de embarque y el dispositivo cruza la Geofence, la
aplicacio´n env´ıa una notificacio´n para que el usuario vea la tarjeta de embarque.
Este sistema utiliza, de forma inteligente, los sensores integrados al dispo-
sitivo para detectar cuando un dispositivo cruza una Geofence respetando el
impacto de la bateria [30].
Para todo esto, Google te proporciona una API para que puedas utilizar este
sistema de forma ma´s intuitiva y fa´cil.
Push Notification
Push notification o Push technology es un mecanismo que te permite enviar
diferentes mensajes a los usuarios de una aplicacio´n y se muestra en la barra
del notificaciones en el tele´fono mo´vil.
Durante el desarrollo de este proyecto, se utiliza este mecanismo para em-
pezar el rastreo basado de Geofence. Para enviar el mensaje Push Notification






5.3.2. Capacidad del dispositivo mo´vil de obtener una ubi-
cacio´n
La ubicacio´n en tele´fonos mo´viles inteligentes se pueden obtener de cuatro
formas diferentes:
Proveedor de GPS en Android
¿Co´mo el tele´fono mo´vil obtiene una ubicacio´n por GPS?
El proveedor de GPS en Android utiliza sate´lites para determinar la ubi-
cacio´n actual del dispositivo mo´vil. Este sistema es de los que mayor precisio´n
tienen, pero encontramos un inconveniente, la cantidad de bater´ıa que gasta.
Todo el sistema de GPS consiste en una red de 24 sate´lites donde almenos
5 esta´n a la vista desde todos los puntos del planeta. Adema´s, para controlar
estos sate´lites, hay presente 5 estaciones de monitorizacio´n y 4 antenas ubicadas
en todo el mundo, con el fin de recolectar los datos de ubicacio´n de los sate´lites
y proporcionar una retransmisio´n de datos de correccio´n en caso de fallo [31].
Figura 5.3: Sistema GPS. Recuperado de [24]
Para el ca´lculo de la ubicacio´n del dispositivo, este sistema utiliza un me´todo
llamado triangulacio´n, que consiste en:
Las sen˜ales retransmitidas por cada sate´lite, son utilizadas por el receptor
para calcular su posicio´n, estimando el tiempo de viaje de la sen˜al para calcular
la distancia que le separa con el sate´lite. Para efectuar este ca´lculo correctamen-
te, el dispositivo mo´vil debe de obtener sen˜ales GPS de al menos tres sate´lites
[31].
Como se puede ver en la Figura 5.4, es posible deducir la posicio´n a partir de
la interseccio´n de las tres a´reas de los sate´lites, obteniendo latitud, longitud y
altitud del usuario. Adema´s, siempre y cuando tengamos cuatro o ma´s sate´lites
a la vista, obtendremos ma´s precisio´n en la ubicacio´n. Por otro lado, a partir de
4 sate´lites, podemos obtener otro tipo de datos de ubicacio´n a partir del ca´lculo
3D de la posicio´n de usuario, como la latitud, la velocidad, la trayectoria, etc.
Con este me´todo se consigue una precisio´n GPS que va de 18 metros a 100
metros, muy adecuado para todo tipo de aplicacio´n [31].
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Figura 5.4: Me´todo triangulacio´n GPS. Recuperado de [28]
Diferentes escenarios
La presencia del chip GPS origina la distincio´n de dos tipos de localizacio´n en
referencia al lugar do´nde te ubiques, localizacio´n en exteriores e interiores. Esta
diferencia se produce por la baja precisio´n del GPS cuando trabaja en ambientes
interiores, ya que la comunicacio´n entre el sate´lite proveedor de ubicacio´n y tu
tele´fono mo´vil no tienen una comunicacio´n directa.
Localizacio´n en exteriores. Se produce cuando el dispositivo mo´vil sostiene
una comunicacio´n directa con los diferentes sate´lites proveedores de ubi-
cacio´n. El margen de error en este contexto es como ma´ximo de 5 metros
[24].
Localizacio´n en interiores. Se produce cuando el dispositivo mo´vil se en-
cuentra sin una comunicacio´n directa con los diferentes sate´lites provee-
dores de ubicacio´n. Por ejemplo, este feno´meno se suele producir cuando
esta´s dentro de un edificio. Para solucionar la obtencio´n de ubicacio´n en
interior se utiliza WiFi llamado 802.11mc, que calcula el tiempo que tarda
la sen˜al en viajar desde nuestro mo´vil al router [25].
Al ser un proyecto do´nde todos los experimentos esta´n orientados en rastrear
los pasos de una persona, es conveniente decir que este proyecto esta´ orientado
en localizaciones de exteriores.
Limitaciones
Para este sistema podemos encontrar las siguientes limitaciones:
Ra´pida descarga de bater´ıa cuando utilizas este sistema en tiempo real.




Multipath Fading. Se produce cuando una sen˜al rebota con objetos pro-
vocando un retrasa en su propagacio´n.
Las sen˜ales GPS no llegan a ambientes interiores.
WiFi
El servicio de ubicacio´n WiFi es la solucio´n de obtener localizacio´n en am-
bientes interiores, ya que el GPS no funciona. Al ser un rango ma´s corto la
localizacio´n por WiFi es significativamente ma´s precisa, y permite una buen
rastreo en interiores. De esta forma, podemos tener una ubicacio´n muy precisa
sin la necesidad de utilizar el sistema GPS.
¿Co´mo el tele´fono mo´vil obtiene una ubicacio´n por WiFi?
El proceso de obtencio´n de ubicacio´n por WiFi es muy similar al sistema
que se ha explicado del GPS, pero esta vez, la distancia que separa el dispotivo
mo´vil al punto de acceso es mucho ma´s pequen˜a.
En este caso, se utiliza un esta´ndar llamado WiFi Alliance, basado en el
ca´lculo del tiempo que tarda un dato en retransmitirse. Para conseguir esto, se
utiliza el me´todo FTM (Fine Timing Measurement) especificado por el esta´ndar
IEEE 802.11mc, que es capaz de calcular la distancia y la posicio´n exacta en la
que se encuentra un dispositivo mo´vil de un punto de acceso WiFi [34].
Este me´todo tambie´n utiliza la caracter´ıstica de la triangulacio´n explicado
en GPS, ya que obtiene una ubicacio´n a partir del ca´lculo de la interseccio´n de 3
a´reas de cobertura de diferentes puntos de acceso, es decir, necesitamos tambie´n
la presencia de ma´s de 3 puntos de acceso para determinar una localizacio´n.
Asimismo, si an˜ades ma´s puntos de acceso, puedes obtener un escenario 3D
para calcular mucha ma´s informacio´n. Parecido al GPS, pero con distancias
mucho ma´s pequen˜as.
Figura 5.5: Me´todo triangulacio´n WiFi. Fuente: elaboracio´n propia.
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Con el requerimiento de tener una posicio´n exacta, este sistema debe sincro-
nizar los relojes. Para conseguir esto, el punto de acceso marca su paquete con
la hora de env´ıo, y cuando llega al dispositivo, e´ste puede calcular la distancia
que les separa (Distancia = Velocidad Luz x tiempo). Este procedimiento efec-
tuado una vez no funciona, ya que muchos factores pueden alterar la distancia
de propagacio´n, y es por eso que este calculo se repite muchas veces por segundo
para mejorar su precisio´n [34].
Limitaciones
En Wifi dependemos de varios factores:
Ancho de banda del canal. Si hay una red muy colapsada y con mucho
trafico pueden haber muchas retransmisiones y interferencias. Cuanto ma´s
ancho de banda, mayor sera´ la precisio´n
Multipah Fading. El mismo problema que con el GPS, los rebotes de la
sen˜al hacen posible que recibas la sen˜al demasiado tarde.
Proveedor de red celular
Es el me´todo que tiene menor efecto en la bater´ıa, utilizando la ubicacio´n
de las torres de telefon´ıa cercanas con un resultado pobre en precisio´n.
¿Co´mo el tele´fono mo´vil obtiene una ubicacio´n por red celular?
Este sistema utiliza el mismo me´todo de triangulacio´n que hemos visto en
el sistema GPS y WiFi, pero obteniendo una precisio´n que va de los 500 metros
a 1500 metros. En zonas urbanas el margen de error es menor, ya que hay un
nu´mero mayor de torres celulares.
Limitaciones
El problema que encontramos en este tipo de sistema de localizacio´n es su
alto margen de error. Esto es debido a muchos factores:
Zonas rurales.
• El bajo nu´mero de torres celulares en la zona, hace que en zonas ru-
rales la precisio´n de ubicacio´n con este me´todo sea muy poco preciso
o incluso nulo.
Zonas urbanas.
• Multipath Fading. La existencia de numerosos edificios y obsta´cu-
los que hacen rebotar las ondas de las torres celulares hacen que la
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precisio´n baje. En contrapartida, el incremento de torres celulares
en estas zonas mejora bastante la precisio´n gracias al me´todo de la
triangulacio´n.
Proveedor de ubicacio´n pasivo
Es un tipo especial de proveedor de ubicacio´n, ya que no hace falta acti-
varlo. Con esto quiero decir que, obtiene una ubicacio´n a partir de peticiones
que otras aplicaciones hacen al dispositivo mo´vil. En este caso, el consumo de
bater´ıa es insignificante, ya que te aprovechas de las peticiones que hacen otras
aplicaciones, pero por otro lado, dependes totalmente de ellas.
Sensores tele´fono mo´vil
¿Co´mo el tele´fono mo´vil obtiene una ubicacio´n a partir de los
sensores ubicados en el tele´fono mo´vil?
Los tele´fonos actuales tienen incorporados diferentes tipos de sensores que
pueden medir el movimiento, la orientacio´n y diversas condiciones ambientales.
Cabe decir que, esta explicacio´n se va a centrar en sos sensores que miden el
movimiento y la posicio´n, los cuales se corresponden al acelero´metro, giroscopio,
magneto´metro y giroscopio.
Figura 5.6: Ejemplo sensores dispositivo mo´vil. Recuperado de [28]
Los sensores son capaces de proporcionarnos datos en crudo, en otras pala-
bras, datos que no han recibido ningu´n tratamiento, con el objetivo de que se
trabajen y se saque un provecho individual de cada uno de ellos. Pero existe la
situacio´n de relacionar, en tiempo real, los datos de diferentes sensores a la vez
(fusio´n de sensores), para hacer cosas que con uno solo no podr´ıamos hacer, co-
mo por ejemplo, saber tu movimiento,los pasos que has hecho o incluso predecir
una futura localizacio´n [46].
Para trabajar la ubicacio´n a trave´s de los sensores del tele´fono mo´vil, se debe
utilizar conjuntamente con algu´n proveedor mencionado anteriormente y es por
eso que surge la tecnolog´ıa Fused Location, proporcionado por Google como
una API de proveedor de ubicacio´n. Fused location utiliza mu´ltiples fuentes,
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incluidos sensores del tele´fono, para proporcionar la mejor solucio´n de obtener
una localizacio´n respetando el consumo de bater´ıa del dispositivo.
5.3.3. Ejecucio´n en segundo plano en Android
Antes de explicar en profundidad la tecnolog´ıa Geofence, es importante ha-
blar sobre las limitaciones de ejecucio´n en segundo plano en dispositivos Android
y como afecta en la obtencio´n de una ubicacio´n. Cabe destacar que esta sec-
cio´n es todo informacio´n teo´rica de paginas oficiales de Android y de v´ıdeos
proporcionados por Google, los cuales no muestra resultados en la pra´ctica.
Tareas en segundo plano
La plataforma Android soporta 2 maneras diferentes de ejecutar en segundo
plano: [45]
Threads. Este sistema realiza un procesamiento as´ıncrono utilizando las
classes ThreadPools y Executor. Este me´todo necista la sincronizacio´n de
los diferentes Threads en ejecucio´n, utilizando las clases android.os.Handler
o AsyncTasks
Servicio. Permite operaciones de larga ejecucio´n en segundo plano sin in-
terfaz de usuario. Este es el me´todo que se utilizara´ durante el desarrollo
de este proyecto. Lo bueno de esto es que aunque este ejecuta´ndose otra
aplicacio´n, el servicio en segundo plano sigue ejecuta´ndose.
Proceso de eleccio´n de la mejor arquitectura
En la versio´n Android 5.0, se introdujo una nueva API, JobScheduler, con
el fin de programar servicios o tareas para ejecutarse en segundo plano.
Google te recomienda utilizar la arquitectura software que presenta como
WorkManager3. Para la eleccio´n de esta arquitectura, google te proporciona un




Figura 5.7: diagrama ejecucio´n en segundo plano. Recuperado de [35]
Viendo esto, nosotros debemos escoger la segunda opcio´n de Work Manager
y Firebase Cloud Messaging. Tambie´n se podr´ıa hacer como Foreground Service,
pero no es un requerimiento de este proyecto.
Android define Work Manager como[35]:
WorkManager es una biblioteca de Android que ejecuta en segundo plano
procesos diferentes cuando se cumplen restricciones del trabajo.
WorkManager esta´ destinado a tareas que requieren una garant´ıa de que el
sistema las ejecutara´ incluso si se cierra la app.
Gracias a toda la informacio´n recogida, se ha decido escoger la API JobS-
cheduler como la herramienta principal en la ejecucio´n de segundo plano, traba-
jando conjuntamente con Geofence y Fused Location. Cabe destacar que Work-
Manager se encuentra ahora mismo en fase beta[35], y es por eso que nosotros
utilizaremos directamente la API JobScheduler, ya que es lo que WorkManager
utiliza internamente.
Limitaciones en tareas segundo plano
”Location in background is power hungry”.[36]
Las aplicaciones en segundo plano son las mayores contribuidoras de problemas
en la vida de la bater´ıa. Es muy agresivo hacer peticiones de localizacio´n en
background y esta´ muy limitado su utilizacio´n en Android
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- ¿Porque la existencia de limites en segundo plano? [36]
Las limitaciones de ejecucio´n en segundo plano en las versiones 8 o superior,
aparecen con el objetivo principal de conseguir una vida de bater´ıa de varios
d´ıas.
Ahorro de bater´ıa.
• Con las te´cnicas que comentaremos ma´s adelante, Android es capaz
de aumentar su eficiencia de la bater´ıa de 6 hasta 8 veces mas.
• Reduce el impacto de bater´ıa en los servicios de localizacio´n en se-
gundo plano y de escaneos de WiFi.
Gestio´n de la memoria RAM.
• Evitar mensajes de Broadcast para despertar aplicaciones.
• Limita aplicaciones ejecuta´ndose en servicios de Background.
Prepara un escenario para el futuro.
• Se quiere que en un futuro cercano, tanto las tareas como las alarmas,
gestionen mucho mejor los recursos de los dispositivos.
- Evolucio´n restricciones en segundo plano.
”Bater´ıa mas inteligente y eficiente”4
Esta frase aparecio´ en mayo de 2015 como el principal eslogan del lanzamien-
to del Android 6.0 Marshmallow, primera versio´n en Android en implementar
restricciones para ejecuciones en segundo plano. Con el lanzamiento de esta
versio´n, se empezaron a ver los primeros focos a la importancia de encontrar
soluciones al impacto de bater´ıa de algunas aplicaciones.
Esta versio´n de Android introduce el concepto Deep Doze. Consiste en poner
el dispositivo en un suen˜o profundo cuando e´ste no detecta ningu´n tipo de
movimiento. Por ejemplo cuando se encuentra en una mesa. Ba´sicamente, este
sistema apaga toda activa en ejecucio´n en segundo plano con el objetivo de
extender la vida de bater´ıa.
Con la siguiente versio´n de Android, Android 7.0 Nougatm aparece lo lla-
mado Light Doze. Es el mismo funcionamiento de Deep Doze, pero admite la
condicio´n de que el mo´vil pueda estar en movimiento. Este sistema no es tan
restrictivo eliminando todas los procesos en background, sino que elimina los
que tienen menos prioridad.
4https://www.android.com/intl/eses/versions/marshmallow − 6− 0/
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Ma´s tarde, con la aparacio´n de Android 8.0 Oreo, surgen las restricciones ma´s
severas en cuanto localizacio´n en background. Aparece lo llamado restricciones
de bater´ıa adaptativo [37]. Consiste en:
Grupos de aplicaciones donde se ordenan en aplicaciones activas, working
set, frecuentes y raras. Donde activas las que tienen ma´s prioridad y las
raras las que menos. Decir que FCM significa Firebase Cloud Messaging.
Figura 5.8: Restricciones por grupo en aplicaciones. Recuperado de [37]
Presencia de un algoritmo adaptativo, basado en Maching Learning, el cual
estudia diferentes patrones de comportamiento de los usuarios y si ve que
una aplicacio´n se va a utilizar dentro de unas 2 horas las pone activas[37].
Si una aplicacio´n no se utiliza durante un tiempo, las va colocando en
grupos con menor prioridad. Esto es tan potente que es capaz de percibir
con una cierta probabilidad que´ aplicacio´n vas a abrir segu´n la hora y d´ıa
de la semana que es.
Todo lo mencionado arriba, es preocupacio´n solamente del sistema operativo




Actualizaciones de ubicacio´n, aunque la pantalla este´ apagada.
Estas restricciones tambie´n son aplicables cuando el dispositivo esta´ cargando
para respetar la privacidad del usuario.
En la nueva versio´n de Android, Android 9 Pie, cuando se pide la autori-
zacio´n de ubicacio´n del tele´fono, al usuario no se le pregunta sobre permitir
o no el acceso, sino que ahora tiene 3 posibilidades: Que la aplicacio´n pueda
tener la localizacio´n siempre, que solo la pueda tener cuando se este utilizando
la aplicacio´n en primer plano o nunca.
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- ¿Que´ recomienda Google para aplicaciones de ubicacio´n en segundo plano?
Con el objetivo de reducir el consumo de bater´ıa, con la aparicio´n de Android
8.0, se limitan las actualizaciones perio´dicas de ubicacio´n en aplicaciones en
segundo plano, sin importar la versio´n SDK de la aplicacio´n.
Dependiendo de la funcionalidad de la aplicacio´n, puede ser que los resul-
tados no sean los esperados cuando quieres obtener localizaciones perio´dicas,
entonces Google te recomienda lo siguiente:[38]
Pasar directamente la aplicacio´n en primer plano
Utilizar el servicio en primer plano. Se define como un servicio activo,
donde siempre se muestra una notificacio´n en la barra de notificaciones
del tele´fono conforme se esta ejecuta´ndose la aplicacio´n. Un claro ejemplo
es cuando se cierra una aplicacio´n de mu´sica pero se sigue escuchando,
mostra´ndolo en la barra de notificaciones.
Utilizar Geofence API, que optimiza el consumo de bater´ıa. Esto es lo
escogido para este proyecto.
Utilizar proveedor de ubicacio´n pasivo.
5.3.4. Fused Location y Geofence
Geofence surge como una de las soluciones que te da Google para la utili-
zacio´n de peticiones de ubicacio´n en aplicaciones ejecutandose en background.
Para su correcto funcionamieno, esta tecnolog´ıa debe estar construida junto a
la instancia de Fused Location.
Razones para utilizar Geofence
El sistema de Geofence es un servicio que realiza un seguimiento de las coor-
denadas de dispositivos mo´viles y los compara continuamente con las Geofence,
que son a´reas circulares definidas por el usuario. Cuando un objeto mo´vil in-
gresa, esta´ un cierto tiempo dentro o sale de un Geofence, el sistema emite una
notificacio´n
Geofence es la solucio´n proporcionada por Google para ayudar a saltarse las
limitaciones de ubicacio´n en segundo plano en tele´fonos mo´viles Android con
una versio´n superior a la 8.
La principal razo´n de su utilizacio´n es su eficiencia. Su funcionamiento con-
siste en comprobar si el dispositivo mo´vil se encuentra fuera o dentro de la a´rea
definida, y si lo cree conveniente lanza una notificacio´n. Esto es algo que se esta´
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implementado y optimizado en el sistema operativo, y reduce significativamente
la descarga de bater´ıa en comparacio´n a actualizaciones de ubicacio´n.
Te´cnicas para la utilizacio´n de Geofence
Durante el desarrollo de esta seccio´n, se han pensado en 4 te´cnicas para la
utilizacio´n de Geofence en una aplicacio´n:
Notificacio´n Geofence. Recibir alertas al mo´vil si e´ste ha entrado o salido
de un limite fijado como una Geofence.
Proximidad a un punto de intere´s. Detectar la proximidad de un disposi-
tivo mo´vil en relacio´n a un punto de intere´s. Define el punto de intere´s en
el centro de la Geofence, y cuando salta la notificacio´n de entrada sabes
la distancia que falta para llegar.
Rastreo del dispositivo. Monitorizar un objeto mo´vil a trave´s de su ruta
a partir de Geofences dina´micas.
Ruta preasignada. A partir de una ruta ya creada, seguir la progresio´n de
un objeto en dicha ruta. Se podr´ıan poner diferentes tiempos de llegada
en cada Geofence y recibir una alerta si no se cumplen.
¿Que´ cuenta Google sobre este servicio?
Los informacio´n que se expondra´ a continuacio´n viene dada por Android
como las mejores pra´cticas en la utilizacio´n de Geofence. Adjunto el link a conti-
nuacio´n: https://developer.android.com/training/location/geofencing.
html#HandleGeofenceTransitions.
Radio o´ptimo de la Geofence
Android te recomienda que, para obtener los mejores resultados, el radio
mı´nimo del Geofence se debe establecer entre los 100 y 150 metros. Hay casos,
por ejemplo en zonas rurales, en que la cobertura de la red o la sen˜al GPS no
esta´ disponible plenamente, entonces, el rango de precisio´n de ubicacio´n puede
variar de cientos de metros a varios kilo´metros. En estas situaciones se debe
aumentar el radio de Geofence a ma´s grande.
Ahorro de Bater´ıa
Usar radios de Geofence ma´s grandes para las ubicaciones donde el usuario
pasa una cantidad significativa de tiempo. En este caso, el tele´fono mo´vil
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consume menos ya que se reduce la frecuencia con la que la aplicacio´n
verifica la entrada o salida del dispositivo mo´vil de la Geofence.
Establecer la capacidad de respuesta de notificacio´n, en ingle´s Notification
Responsiveness, a un valor ma´s alto. Es importante decir que al hacerlo
se mejora el consumo de energ´ıa al aumentar la latencia de las alertas de
Geofence.
Problemas de latencia en avisos
El servicio de Geofence no consulta continuamente la ubicacio´n. En general,
la latencia es de menos de 2 minutos, incluso menos cuando el dispositivo se
ha estado moviendo. Si los l´ımites de ubicacio´n de fondo esta´n en efecto, la
latencia es de aproximadamente 2-3 minutos en promedio. Si el dispositivo ha
estado parado durante un per´ıodo de tiempo significativo, la latencia puede
aumentar (hasta 6 minutos).
Utilizar la transicio´n de DWELL para reducir el SPAM
Utilizar DWELL en lugar de la transicio´n de ENTER para determinar que
un usuario realmente ha entrado en una zona. Esto es posible si en configuracio´n
de Geofence pones un tiempo de espera bastante pequen˜o, ya que para Geofence
con radio de 100 metros las puedes cruzar en menos de 2 minutos.
¿Co´mo es capaz de saber cua´ndo entra?
El sistema calcula la relacio´n de superposicio´n entre el c´ırculo de locali-
zacio´n y el c´ırculo de la Geofence. Solo genera la alerta cuando esa relacio´n
es como mı´nimo de 85 % para una Geofence grande y un 75 % para una pe-
quen˜a. Para el EXIT la relacio´n es 15 % o 25 %. Fuera de estos marcos, el ser-
vicio de Geofence marca su estado como INSIDE LOW CONFIDENCE o OUTSI-
DE LOW CONFIDENCE y no se env´ıa ninguna alerta.
Para´metros de configuracio´n en Android
Para la integracio´n a la aplicacio´n a desarrollar de los diferentes servicios de
ubicacio´n, es necesario conocer todos los para´metros de configuracio´n, ya que




Primero empezamos con la creacio´n de los objetos Geofences. Para ello se
utiliza la clase Geofence-Builder para establecer el radio, la duracio´n del Geo-
fences y los tipos de transicio´n. Una vez creados los objetos Geofence, se an˜ade
a una lista para proceder a la siguiente fase.
1 geofenceList.add(new Geofence.Builder ()
2 .setRequestId(geofence.id)
3
4 .setCircularRegion(geodence.latitude , geodence.longitude , geofence.ratius
)
5 // duracion del Geofence el cual se define. Poner Geofence.NEVER\_EXPIRE
si siempre esta presente
6 .setExpirationDuration(geofence.expiration)
7 // transiciones a avisar
8 .setTransitionTypes(Geofence.GEOFENCE_TRANSITION_ENTER |
9 Geofence.GEOFENCE_TRANSITION_EXIT))
Segundo, hay que especificar que Geofences deben an˜adirse al sistema y
cua´ndo van a lanzar una notificacio´n. Para ello se adjunta a continuacio´n un
fragmento de co´digo con todos los para´metros de configuracio´n.
1 private GeofencingRequest getGeofencingRequest () {





En este ejemplo, solamente se lanza una notificacio´n cuando el sistema Geo-
fence detecte una entrada en cualquier Geofence definida en geofenceList. Pero
si se da el caso de que antes de esa entrada se ha efectuado una salida o es-
pera, estas notificaciones tambie´n sera´n enviadas al tele´fono juntamente con la
entrada inicial. Esto pasa porque nosotros hemos definido estas Geofences con
todas las tipos de transacciones, pero el aviso a la aplicacio´n solamente lo hemos
hecho con la entrada. A continuacio´n se muestra esta explicacio´n en modo de
ejemplo:
T = 1. Obtenemos la notificacio´n al evento de transicio´n de entrada en la
Geofence 1.
T = 2. Geofence no se despierta ya que no hay evento de entrada de
ninguna Geofence.
T = 3. Geofence se despierta con la entrada de Geofence 2, adema´s obtiene
la salida de Geofence 1
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Figura 5.9: Ejemplo de eventos de transicio´n. Fuente: elaboracio´n propia
Podemos encontrar toda este informacio´n en: https://developer.android.
com/training/location/geofencing.html
Fused Location Provider API
Esta parte es la ma´s importante de entender para cada uno de los para´me-
tros de configuracio´n, ya que es lo que Android tiene restringido para versiones
superiores o iguales a la 8.0.
- Intervalo de actualizacio´n de ubicacio´n:
LocationRequest.setInterval(x), establece la velocidad en milisegundos en el
que la aplicacio´n recibe una actualizacio´n de ubicacio´n. Android te recomienda
poner este intervalo solo pocas por hora en aplicaciones que se ejecutan en se-
gundo plano, ya que sino ese servicio va a ser restringido por el sistema operativo
[41].
- Intervalo de actualizacio´n ma´s ra´pido
setFastestInterval(x): Este me´todo establece la velocidad ma´s ra´pida en mi-
lisegundos en el que la aplicacio´n puede obtener actualizaciones de ubicacio´n.
Google recomienda unos 5 minutos [41] para aplicaciones en segundo plano.
- Prioridad
setPriority(Name) establece la prioridad de la solicitud de ubicacio´n segu´n
como queramos la exactitud de la ubicacio´n. Cuanto ma´s prioridad, ma´s bater´ıa
se gastara´. A continuacio´n se muestra todos los tipos de prioridad de ubicacio´n:
PRIORITY BALANCED POWER ACCURACY. Es la recomendada por Google
para ubicacio´n en segundo plano y tiene una precisio´n de aproximada-
mente 100 metros. Con esta configuracio´n es probable que la ubicacio´n se
obtenga a partir de WiFi o de torre celular para no gastar bater´ıa.
PRIORITY HIGH ACCURACY. Esta configuracio´n sirve para solicitar la ubi-
cacio´n ma´s precisa posible. Con esta configuracio´n es mas probable que la
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localizacio´n se obtenga a partir de GPS.
PRIORITY LOW POWER. Se utiliza para obtener ubicacio´n consumiendo muy
poca bater´ıa. Su precisio´n es de unos 10 kilo´metros.
PRIORITY NO POWER. Se utiliza cuando quieres recibir actualizaciones de
ubicacio´n cuando este´n disponibles, sin que las pidas tu. Con esta confi-
guracio´n se recibe ubicaciones activas de otras aplicaciones.
A continuacio´n se muestra un fragmento de co´digo de la configuracio´n de
fused Location API:
1 fusedLocationClient = LocationServices.getFusedLocationProviderClient(this);
2





8 fusedLocationClient.requestLocationUpdates(locationRequest , locationCallback ,
null /* Looper */);
Podemos encontrar toda este informacio´n en https://developer.android.
com/training/location/change-location-settings.html
5.3.5. Ana´lisis de estudios sobre Geofence
Como se ha comentado anteriormente, este proyecto sera´ objeto de extrac-
cio´n de informacio´n para poder hacer diversos art´ıculos de investigacio´n sobre
Geofence en Android. Es por eso que, despue´s de caracterizar los diferentes
sistemas de localizacio´n, se requiere definir un punto en este proyecto, do´nde
se estudie hasta que´ punto se explica el comportamiento de Geofence desde el
punto de vista de la investigacio´n.
Para ello, se han seleccionado diferentes art´ıculos de investigacio´n basados
en la tecnolog´ıa Geofence, gracias a la herramienta proporcionada por la Uni-
versitat Polite´cnica de Catalunya, eBIB, un recurso que da acceso a diferentes
revistas y libros suscritos por las bibliotecas de la UPC.
Despue´s de una bu´squeda profunda en la pa´gina web https://ieeexplore.
ieee.org/Xplore/home.jsp, no se ha encontrado ninguna revista que hable di-
rectamente sobre la API de Geofence proporcionada por Google. La mayor´ıa de
revistas, exponen diferentes aplicaciones de Geofence basadas en informaciones
solamente teo´ricas de otras revistas o de recursos pu´blicos, como por ejemplo
pa´ginas web. Por otra parte, tambie´n hay casos que se obtienen resultados de
Geofence solamente para demostrar que una aplicacio´n funciona realmente bien,
siempre bajo una implementacio´n propia de Geofence, donde todas las a´reas son
definidas de forma rectangular o irregular.
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En conclusio´n, se podr´ıa decir que la mayor´ıa de art´ıculos de investigacio´n
esta´n orientados a un fundamento muy teo´rico del comportamiento de Geofen-
ce, pero no tienen en cuenta que en el mundo real la teor´ıa puede cambiar por
diferentes factores externos no controlados. Y es por eso que este proyecto es
necesario para poder obtener informacio´n pra´ctica del comportamiento de Geo-
fence, y as´ı poder elaborar art´ıculos que puedan estar basados en informacio´n
real de su comportamiento.
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Cap´ıtulo 6
Software monitorizado basado en
Geofence
6.1. Introduccio´n
Despue´s de tener claro cua´l es la informacio´n pu´blica proporcionada sobre la
tecnolog´ıa Geofence y cua´l es su comportamiento teo´rico cuando se implementa
como un servicio en segundo plano, llegamos a la seccio´n de la implementacio´n
de esta tecnolog´ıa.
Por lo tanto, se decide implementar un software que sea capaz de instalarse
en un dispositivo Android a partir de la plataforma Android Studio1. Dicha
aplicacio´n, debe tener implementada la tecnolog´ıa de Geofence en un servicio
ejecuta´ndose en segundo plano, que vaya recogiendo las notificaciones de entra-
da, espera y salidas de las diferentes Geofences.
Cabe destacar que, en esta seccio´n, solo se implementara´n Geofences esta´ti-
cas, ya que queremos ver cual es funcionamiento en la pra´ctica en un recorrido
ya definido previamente por el desarrollador.
Primeramente, se empezara´ con el disen˜o del modelo a implementar en esta
seccio´n en referencia a toda la informacio´n adquirida en la seccio´n anterior.
Despue´s, dara´ comienzo la implementacio´n de solamente una tarea en segundo
plano que sea capaz de escribir en un fichero. Cuando se haya conseguido, se
hara´ una aplicacio´n donde llevaremos el servicio Geofence a una aplicacio´n en
en primer plano, y al ver su funcionamiento correcto, finalmente, se integrara´n





Los objetivos de esta seccio´n son los siguientes:
Disen˜o de la arquitectura software de la aplicacio´n a implementar.
• El disen˜o deber estar basado en la informacio´n explicada en Sistemas
de localizacio´n en android.
Implementacio´n de un servicio ejecuta´ndose en segundo plano.
• Como requerimiento el servicio debe escribir en un fichero del tele´fono
mo´vil.
Implementacio´n de Geofence.
• Software ejecuta´ndose en primer plano donde se vea exactamente que
se reciben las notificaciones de las entradas y salidas de las diferentes
Geofences definidas.
Integracio´n del servicio Geofence con ejecucio´n en segundo plano.
• El software debe permitir el recibimiento de notificaciones de Geo-
fence mientras se ejecuta segundo plano.
6.3. Recursos
6.3.1. Android Studio
Es un entorno de desarrollo integrado que actualmente es la herramienta
oficial para crear aplicaciones Android. Al ser exclusivo a la programacio´n de
aplicaciones para dispositivos Android, proporciona a Google un mayor control
sobre el proceso de produccio´n [40]. Android Studio es multiplataforma per-
mitiendo su instalacio´n de forma sencilla tanto en Windows como en Linux o
Mac.
Para ejecutar este entorno de desarrollo es necesario disponer de la biblioteca
de desarrollo Android basado en Java, llamado Android SDK Platform2, en
concreto, durante el desarrollo de esta seccio´n se ha utilizado Android 8.1 (API
level 27).





Figura 6.1: Logo de Android Estudio. Recuperado de [39].
Este recurso se ha utilizado para desarrollar las implementaciones software
de esta seccio´n. Tengo que decir que, al principio del proyecto, tuve un problema
con su instalacio´n, ya que todos los requerimientos que pide tener instalados en
el ordenador ocupan demasiado. Pero por otra parte, gracias a la facilidad de
trabajo que te proporciona el entorno de Android Studio, te das cuenta el por
que´ no tiene pra´cticamente competencia.
6.3.2. AVD Manager
Android Virtual Device (AVD) permite emular un dispositivo Android en
un entorno virtual pudiendo elegir entre diferentes resoluciones de pantalla y
todas las versiones Android disponibles.
Este sistema tiene la ventaja de poder ejecutar la aplicacio´n, en la cual
esta´s trabajando en Android Studio, en un dispositivo virtual para probar los
diferentes casos de uso y bu´squeda de errores.
Figura 6.2: Lista de dispositivos virtuales en Android Studio.
Para este proyecto se ha elegido un Nexus 5 con API 2, Android 8.1, para




6.4.1. Inicio de la estructura del proyecto
Las diferentes caracter´ısticas que se van a desarrollar durante esta seccio´n
deben ser objeto del seguimiento de un controlador de versiones. Como se co-
mento´ en el apartado Metodolog´ıa y rigor, se ha utilizado Git para esta funcio´n.
La estructura del repositorio debe ser muy estricta para obtener todas los be-
neficios que te aporta Git.
Figura 6.3: Ramas creadas inicialmente. Fuente: elaboracio´n propia.
Para empezar a desarrollar el software de esta seccio´n, se van a crear 3
ramas a partir de la master. Tenemos la rama de development donde se im-
plementara´ la integracio´n de Geofence y del servicio en segundo plano. Dichas
caracter´ısticas se van a desarrollar en ramas completamente separadas llamadas
feature/background y feature/geofence. En otras palabras, empezaremos desa-
rrollando Geofence y el servicio en segundo plano en la rama correspondiente y
cuando este´n plenamente en funcionamiento se hara´ un merge para la integra-
cio´n en la rama de development. Cuando este´ todo funcionando, se hara´ una
release final para introducirlo en la rama principal master.
6.4.2. Estudio de la arquitectura a implementar
En esta seccio´n se ha llevado a cabo el estudio de la mejor arquitectura para
el propo´sito que queremos, Geofence ejecuta´ndose como un servicio en segundo
plano.
Primeramente se definira´n los diferentes diagramas de flujo a seguir, la ar-




Antes de empezar, se debe pensar que´ deben hacer cada una de las imple-
mentaciones software que se van a desarrollar. Para ello, se han creado en cada
una de las implementaciones sus diagramas de flujo correspondientes. Principal-
mente se muestra el flujo del programa a seguir.
El objetivo de este apartado es tener una primera idea de la estructura a
seguir en el desarrollo software y analizar lo que realmente queremos, y a partir
de esto, buscar que´ recursos utilizar.
Antes de empezar, se describira´ la estructura y comportamientos que com-
parten cada una de las implementaciones entre s´ı:
Peticio´n de los permisos. Para inicializar cualquier aplicacio´n es necesario
que el usuario, en este caso yo, acepte los permisos requeridos para el co-
rrecto funcionamiento del software. En este caso necesitamos los siguientes
permisos:
• Ubicacio´n.
• Escritura en almacenamiento interno.
Comprobacio´n de la creacio´n de los servicios. Despue´s de la creacio´n de los
servicios tanto Geofence como segundo plano, es necesario ver si realmente
se han creado correctamente. Si fuera el caso de que hubiera algu´n fallo
en la creacio´n del servicio, se volver´ıa a la pantalla principal.
Capa de persistencia segu´n lo que elija el usuario. El usuario, en este caso
yo mismo, antes de hacer el lanzamiento de la aplicacio´n debe ser capaz
de seleccionar el me´todo de almacenamiento, Amazon Web Service o el
almacenamiento interno del dispositivo.
- Segundo plano
A continuacio´n, se muestra el diagrama de flujo de la implementacio´n de
segundo plano:
El motivo de escritura en la capa de persistencia vendra´ dado por la ejecucio´n
correcta del servicio en segundo plano.
- Geofence en primer plano
A continuacio´n, se muestra el diagrama de flujo de la implementacio´n de
Geofence:
Destacar que, el motivo de escritura en la capa de persistencia vendra´ dado
por la notificacio´n de Geofence.
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Figura 6.4: Casos de uso de la implementacio´n de segundo plano. Fuente: ela-
boracio´n propia.
Figura 6.5: Casos de uso de la implementacio´n de Geofence. Fuente: elaboracio´n
propia.
- Integracio´n Geofence en segundo plano
A continuacio´n, se muestra el diagrama de flujo de la implementacio´n de la
integracio´n de Geofence con el servicio en segundo plano:
Viendo el diagrama de flujo de la integracio´n de los dos servicios, se pueden
distinguir cuatro partes diferenciadas del sistema:
Gestio´n de los permisos de la aplicacio´n.
Eleccio´n de los para´metros par parte del usuario para empezar la aplica-
cio´n.
Ejecucio´n del servicio segundo plano.
Ejecucio´n de Geofence.
Arquitectura de tres capas
Para el correcto desarrollo de las diferentes implementaciones se ha decidido
seguir la metodologia de la arquitectura de tres capas. Consiste en diferenciar
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Figura 6.6: Casos de uso de la implementacio´n de la integracio´n. Fuente: elabo-
racio´n propia.
tres partes de la aplicacio´n que tienen que trabajar independientemente una de
la otra con diferentes controladores. Se detalla a continuacio´n:
- Capa de presentacio´n
Esta capa se define co´mo la presentacio´n de la aplicacio´n al usuario, en otras
palabras, lo que ve el usuario. A trave´s de ella, el usuario va a pasarle las acciones
que realice a la capa de dominio.
Estas acciones las vamos a definir como los diferentes para´metros de con-
figuracio´n del sistema, que dependiendo de la implementacio´n, tendra´ una u
otras.
Para´metro Background Geofence Integracio´n
Radio de las Geofences - X X
Actualizaciones de ubicacio´n - X X
Ejecucio´n en Background o Foreground - - X
Tipo de experimento - - X
Me´todo de almacenamiento X X X
Cuadro 6.1: Dedicacio´n en horas por cada tarea.
El usuario debera´ elegir estos para´metros de configuracio´n en la capa de
presentacio´n para despue´s enviarlo a la capa de dominio y ejecutar las diferentes




- Capa de dominio
La capa de domino es la que gestiona la lo´gica de la aplicacio´n, es decir, recibe
las solicitudes de la capa de presentacio´n para poder procesarlas y devolver un
resultado. Se implementara´ Geofence y el servicio en segundo plano segu´n los
para´metros elegidos por el usuario en la capa de presentacio´n.
En caso de notificacio´n, se ha pensado en crear una clase para poder conec-
tarse con la capa de persistencia, actuando como una controladora para hacer
peticiones de escritura, tanto en el almacenamiento interno como en Amazon
Web Services.
- Capa de persistencia
Es donde residen los datos de la aplicacio´n, y se encarga de su creacio´n y
gestio´n, tanto de escritura como de lectura. En caso de notificacio´n de la capa
de dominio, la controladora escribira´ en uno de los para´metros definidos por la
capa de presentacio´n como me´todo de almacenamiento.
APIs a integrar en el desarrollo software
En este apartado se pretende mostrar el motivo principal de la eleccio´n hecha
de cada una de las APIs que se van a integrar en el desarrollo software.
La aplicacio´n presenta 3 caracter´ısticas que se pueden aprovechar de dife-
rentes APIs que Android nos ofrece para su utilizacio´n, las cuales garantizan
un correcto funcionamiento con el sistema operativo Android. Primero, tene-
mos la caracter´ıstica de localizacio´n, segundo la ejecucio´n en segundo plano y
finalmente la conexio´n con Amazon Web Services.
- Localizacio´n
En tema de localizacio´n, el sistema debe ser capaz de cumplir la presen-
cia de actualizaciones de ubicacio´n y notificaciones provenientes del sistema de
Geofence. Para lograr estos dos puntos, Android nos proporciona lo siguiente:
Fused Location Provider API3
Geofencing API4
El motivo de eleccio´n de estas dos APIs es bastante sencillo, es lo que Google
actualmente recomienda para las aplicaciones basadas en ubicacio´n en aplica-
ciones ejecuta´ndose en segundo plano. Fused Location se utiliza para obtener





ofrece una optimizacio´n que otras no poseen en referencia a la bater´ıa del dis-
positivo mo´vil. Por otra banda, tenemos Geofencing API, es la u´nica API que
ofrece Google para la integracio´n de la tecnolog´ıa Geofence en un proyecto, as´ı
que es la u´nica opcio´n que se presenta.
- Ejecucio´n segundo plano
La eleccio´n de la API a integrar para obtener una ejecucio´n en segundo plano
ha sido bastante complicado por las numerosas restricciones que hay actualmen-
te en los sistemas operativos Android.
Para ver el proceso de eleccio´n de JobScheduler API5, ver las diferentes
explicaciones de las figuras 5.7 y ??.
JobScheduler necesita de la clase jobInfo6, que se define como un contenedor
de datos de configuracio´n del servicio en segundo plano, el cual se debe introducir
en la creacio´n de jobScheduler.
- Amazon Web Services
La integracio´n de Amazon Web Service en un proyecto basado en Android
es algo que ya estaba desarrollado en el grupo de investigacio´n el cual estoy
trabajando actualmente, y es por eso motivo que no se ha entrado en detalle de
su desarrollo.
Para garantizar la comunicacio´n entre Android y AWS se utilizan ApiClient-
Factory y CognitoUserPool. CognitoUserPool se utiliza para que el usuario de
la aplicacio´n se pueda autentificar con AWS, en este caso se ha puesto en el
proyecto Android un nombre de usuario y contrasen˜a ya configurados en AWS.
Finalmente se usa ApiClientFactory para la comunicacio´n de ambas partes.
6.4.3. ¿Que´ datos te proporciona Geofence?
Cuando se produce una notificacio´n de transicio´n gracias al servicio Geofen-
ce, la API te proporciona diferentes campos de informacio´n que puedes obtener
para ver lo que realmente a sucidido.
Tipo de transicio´n.
Una lista de las Geofences donde se ha producido esa transicio´n.





6.4.4. Desarrollo del servicio en segundo plano
El desarrollo del servicio en segundo plano es fundamental que funcione
correctamente. Es uno de los requisitos de este proyecto y su funcionamiento
depende de los otros, ya que, sin un servicio en segundo plano, no podemos
obtener los datos para proceder a su ana´lisis.
Despue´s de la eleccio´n del sistema a integrar, jobScheduler API, se ha proce-
dido a crear el diagrama UML correspondiente a este apartado. La creacio´n de
un diagrama UML permite ver la comunicacio´n necesaria de cada clase y tener
una representacio´n gra´fica de la solucio´n al problema.
Diagrama UML
En el siguiente diagrama se puede observar los diferentes para´metros y me´to-
dos implementados en cada una de las clases que se han desarrollado.
Figura 6.7: Diagrama UML de la implementacio´n de segundo plano.
A continuacio´n, en el siguiente apartado se detallara´n cada una de las clases
que se muestran en el diagrama UML.
Descripcio´n de las clases implementadas
- Main Activity
Esta clase es la responsable de avisar a la clase Launch Tracking de la puesta
en marcha del servicio en segundo plano. Para ello, antes se le permite al usuario
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elegir el me´todo de almacenamiento de los resultados del servicio en segundo
plano, AWS o almacenamiento interno del dispositivo mo´vil.
Cuando se crea el servicio, esta clase tambie´n se encarga de enviar el para´me-
tro de configuracio´n a la clase Constants y de comprobar que el servicio ha sido
creado correctamente. En caso contrario, la aplicacio´n informa al usuario me-
diante un Toast7 de que el servicio en segundo plano no ha sido creado.
- Launch Tracking
Esta clase es invocada por la MainActivity, y se encarga de la creacio´n del
servicio en segundo plano y de la devolucio´n a la MainActivity de su correcta
creacio´n.
A continuacio´n se muestra un extracto de co´digo de la creacio´n del servicio
en segundo plano, el cual empezara´ ejecutando la clase NotificationJobService
en la funcio´n onCreate().
1 /*
2 * Schedule a jobService starting with NotificationJobService class
3 */
4
5 ComponentName componentName = new ComponentName(context ,
NotificationJobService.class);
6
7 JobInfo.Builder builder = new JobInfo.Builder(JOB_ID , componentName);
8 builder.setMinimumLatency(MIN_LATENCY * 1000)
9 .setOverrideDeadline(OVERRIDE_DEADLINE * 1000)
10 .setPersisted(PERSISTED);
11




16 mScheduler = (JobScheduler) context.getSystemService(JobScheduler.class);
17 int success = mScheduler.schedule( builder.build());
18
19 if (success == JobScheduler.RESULT_SUCCESS) return true;
20 else return false;
Destacar el control de la creacio´n del servicio devolviendo falso en caso que el
resultado de creacio´n del jobScheduler no sea exitoso.
- NotificationJobService
El objetivo de esta clase es solamente escribir en un fichero, ya que queremos
ver que realmente el jobService se esta´ ejecutando en segundo plano realmente.
Esta clase se extiende de la clase JobService, la cual contiene las funciones
onStartJob y onStopJob. Estas dos funciones son ejecutadas cuando el servicio




del dispositivo mo´vil la hora en que se ejecutan. Con esto sabremos cua´nto dura
de media un jobService.
- AWSConnect
AWSConnect esta´ capacitada para escribir en AWS, ma´s concretamente en
una tabla definida dentro de la dynamoDB8.
- Constants
Esta clase se define como una clase esta´tica, en otras palabras, podemos
acceder a esta clase sin necesidad de que el objeto de la clase sea instanciado.
Esto nos facilita consultar los para´metros de configuracio´n del usuario en la
pantalla principal.
- RWFile
Para garantizar la persistencia, esta clase es capaz de escribir en un fiche-
ro interno del tele´fono mo´vil para guardar todos los datos necesarios para los
diferentes ana´lisis que se detallan en el apartado Ana´lisis de datos.
A continuacio´n se presenta el extracto de co´digo el cual hace posible su
funcionalidad.
1 /**
2 * Writes geofence information to a file located in documents folder
3 * @param data Text message to write
4 */
5
6 public static void writeFile(String data) throws IOException {
7
8 Date c = Calendar.getInstance ().getTime ();
9 SimpleDateFormat df = new SimpleDateFormat("MM-dd-yyyy", Locale.US);
10 String date = df.format(c);
11
12 // Get the directory for the user's public document directory.
13 final File path = Environment.getExternalStoragePublicDirectory (
Environment.DIRECTORY_DOCUMENTS + "/GeofenceData/");









23 FileOutputStream fOut = new FileOutputStream(file ,true);










31 catch (IOException e)
32 {
33 Log.e("Exception", "File write failed: " + e.toString ());
34 }
El fichero de escritura se guardara´ en una carpeta llamada ”GeofenceData”dentro
de la carpeta de documentos del dispositivo mo´vil.
- Time
Esta clase se define como clase esta´tica, y solamente contiene la funcionalidad
de obtener la hora actual. ¿Por que´ se necesita esta funcio´n? Por dos motivos:
Controlar la hora de inicio y finalizacio´n del servicio en segundo plano.
Con esto podemos comparar cuato tiempo dura de media la vida de un
servicio en segundo plano.
Puede darse el caso de que una notificacio´n de Geofence te proporcione
Location como valor nulo, en otras palabras, no obtienes latitud, longitud
ni la hora de la notificacio´n de Geofence. Es por eso que debemos controlar
el caso en el que sea necesaria la fecha de notificacio´n si Location es nulo.
1
2 public static String getCurrentTime ()
3 {
4 Date c = Calendar.getInstance ().getTime ();




El formato elegido para obtener la hora exacta es ”MM-dd-yyyy’T’HH:mm:ss”.
Por ejemplo hoy d´ıa 03/06/2019 con hora 10:27:12 se escribir´ıa como: 06-03-
2019T10:27:12.
6.4.5. Desarrollo de Geofence
El desarrollo de Geofence es fundamental, ya que su correcto funcionamien-
to es el principal requerimiento definido en el proyecto, con el objetivo de la
recogida de datos y su posterior ana´lisis.
Despue´s de explicar que se va a utilizar GeofenceAPI, se procede a la creacio´n
del diagrama UML para permitir ver la comunicacio´n necesaria de cada clase y




Figura 6.8: Diagrama UML de la implementacio´n de Geofence.
Descripcio´n de las clases implementadas
- Main Activity
En este caso, los para´metros preguntados al usuario sera´n sobre la configu-
racio´n de Geofence y del proveedor de ubicacio´n Fused Location. Tal como se
detalla en la tabla 7.13, se preguntara´ sobre el radio de las Geofences, si que-
remos o no actualizaciones de ubicacio´n y, igual que el desarrollo en segundo
plano, el me´todo de almacenamiento.
Una vez escogidos cada unos de los para´metros, se procedera´ a la creacio´n
de la Actividad ForegroundServiceActivity, la cual definira´ el servicio de Geo-
fencing.
- ForegroundServiceActivity
Esta clase es la encargada de configurar el proveedor de servicio de Fused
Location en relacio´n a los para´metros escogidos por el usuario en la pantalla
principal. Adema´s se procede a la construccio´n del servicio de Geofencing a
partir de la clase GeofenceManager. A continuacio´n, se ensen˜ara´n fragmentos
de co´digo de las dos configuraciones.
- Funcio´n run geofence.
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Seguidamente, se muestra el co´digo de la construccio´n del servicio de Geo-
fence a partir de la clase GeofenceManager.
Destacamos el control de errores en la creacio´n de Geofence cuando an˜adimos
los puntos de intere´s y la obtencio´n de una muestra de localizacio´n justo despue´s
de la creacio´n de Geofence, siempre y cuando, el usuario haya elegido la presencia
de actualizaciones de ubicacio´n.
1 geofenceManager= GeofenceManager.getInstance ();
2 geofenceManager.setContext(this.getApplicationContext ());
3 geofenceManager.setGeofencingClient(this.getApplicationContext ());
4 Boolean ok = geofenceManager.setGeofencePOIS ();
5 if (!ok) return;
6




11 if (Constants.LOCATION_UPDATES_ON) getLastLocation ();
- Funcio´n startLocationUpdates.
Es llamada en la funcion onResume de la actividad que define el servicio
en foreground, y es capaz de empezar a hacer las actualizaciones de ubicacio´n.
Cabe destacar que la actualizacio´n de ubicacio´n no las recogemos, ya que la
u´nica utilidad que hace esto es que trabaje conjuntamente con Geofece, con
esto quiero decir que, Geofence internamente cogera´ las ubicaciones solicitadas
por esta actividad y las aprovechara´ para entregar las notificaciones que crea
convenientes.
Los diferentes para´metros de configuracio´n de Locationrequest, se detallara´n
en el siguiente cap´ıtulo.
1 protected void onResume () {
2 super.onResume ();




1 private void startLocationUpdates () {
2 if (mFusedLocationClient == null) {
3 // get the Fused location provider client
4 mFusedLocationClient = LocationServices.getFusedLocationProviderClient(
this);
5 }
6 if (mLocationRequest == null) {
7 mLocationRequest = LocationRequest.create ()
8 .setPriority(LocationRequest.PRIORITY_HIGH_ACCURACY)
9 .setInterval(Constants.FASTEST_INTERVAL_FOREGROUND * 1000L)
10 .setFastestInterval(Constants.FASTEST_INTERVAL_FOREGROUND *
1000L)





14 mLocationCallback = new LocationCallback () {
15 @Override
16 public void onLocationResult(LocationResult locationResult) {








Esta clase se encarga de la gestio´n del servicio´ Geofence: crea cada uno de los
c´ırculos, an˜ade el Intent para las notificaciones, construye el servicio y controla
los errores.
Las funciones ma´s importantes en esta clase son las siguientes:
1. buildGeofence(). Es la creacio´n del servicio de Geofence a partir de sus
para´metros de configuracio´n, los cuales sera´n explicados en el siguiente cap´ıtulo.
Como se ve en el co´digo, se define Geofence con las transiciones de entrada, salida
y espera.
1 /**
2 * Build geofence with {@link Geofence.Builder }.
3 */
4 public void buildGeofence (){
5 int i;
6 int MAX_GEO = geofence_lats.size();
7
8 for (i = 0; i < MAX_GEO; i++) {

















2. addIntent(). Es el momento de la verdadera puesta en marcha de Geo-
fence dentro del dispositivo mo´vil y es por eso que necesita diferentes controles
de errores. Primeramente, consultamos que los permisos en relacio´n a la ubica-
cio´n han sido aceptados por el usuario. Tambie´n, se puede ver que despue´s de
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an˜adir el Intent de Geofence, se avisa sobre el estado de la puesta en marcha de
Geofence, si ha sido correcto o no. Segu´n el estado de despue´s de la creacio´n, se
mostrara´ al usuario como ’geofence added’ o ’failed to create geofence’.
1 /**
2 * Adds Intent from geofence pending Intent to geofencing client.
3 * @param context context
4 */
5 public void addIntent(final Context context){
6 if (Build.VERSION.SDK_INT < Build.VERSION_CODES.M ||
7 (ContextCompat.checkSelfPermission(context , Manifest.permission.
ACCESS_COARSE_LOCATION)
8 != PackageManager.PERMISSION_GRANTED) && // AND!!
9 (ContextCompat.checkSelfPermission(context , Manifest.permission.
ACCESS_FINE_LOCATION)
10 != PackageManager.PERMISSION_GRANTED)) {
11
12 return;
13 } else {
14 mGeofencingClient.addGeofences(getGeofencingRequest (),
getGeofencePendingIntent(context))
15 .addOnSuccessListener(new OnSuccessListener <Void >() {
16 @Override
17 public void onSuccess(Void aVoid) {
18 // Geofences added
19 if (Constants.isDEBUGGING ()) {
20 Log.d(TAG , "Geofence added");





25 .addOnFailureListener(new OnFailureListener () {
26 @Override
27 public void onFailure(@NonNull Exception e) {
28 String errors = " -1";
29 if (e instanceof ApiException) {
30 errors = Constants.getErrorStringGeofence (((
ApiException) e).getStatusCode ());
31 }
32 if (Constants.isDEBUGGING ()) {
33 Log.e(TAG , "Failed to create geofence");
34 Toast.makeText(context.getApplicationContext (), "








Esta clase es la que obtiene el Intent de notificacio´n de Geofence, la cual
extiende de IntentService utilizando el me´todo onHandleIntent(Intent intent),
donde Intent es recogido para obtener el evento de Geofence. En el fragmento




1 protected void onHandleIntent(Intent intent) {
2
3 GeofencingEvent geofencingEvent = GeofencingEvent.fromIntent(intent);
4
5 if (Constants.getWRITE_AWS ()) {
6 awsconn = AWSConnect.getInstance ();
7 awsconn.setDynamoDBTableGeofence(dynamoTableGeofence);
8 }
9 if (Constants.getWRITE_FILE ()) {
10 try {
11 RWFile.writeToDocument_GeofenceData("Notification time OS: " +
Time.getCurrentTime () + "\n");






18 if (geofencingEvent.hasError ()) {
19 int errorCode = geofencingEvent.getErrorCode ();
20 String errorEvent = Constants.getErrorStringGeofence(errorCode);
21 Log.w(TAG , "Geofence event has Error.");
22 if (Constants.getWRITE_FILE ()) {
23 try {
24 RWFile.writeToDocument_GeofenceData("Geofence Event has error
: " + errorEvent + "\n" );
25 } catch (IOException e) {






32 // Get the transition type.
33 final int geofenceTransition = geofencingEvent.getGeofenceTransition ();
34
35 if (geofenceTransition == Geofence.GEOFENCE_TRANSITION_ENTER ||
36 geofenceTransition == Geofence.GEOFENCE_TRANSITION_EXIT ||
37 geofenceTransition == Geofence.GEOFENCE_TRANSITION_DWELL) {
38
39 // Get the geofences that were triggered.
40 List <Geofence > triggeringGeofences = geofencingEvent.
getTriggeringGeofences ();
41
42 if ( geofenceTransition == Geofence.GEOFENCE_TRANSITION_ENTER) {
43 listIds= "ENTER#";
44 }
45 if (geofenceTransition == Geofence.GEOFENCE_TRANSITION_EXIT) {
46 listIds = "EXIT#";
47 }
48 if (geofenceTransition == Geofence.GEOFENCE_TRANSITION_DWELL) {
49 listIds = "DWELL#";
50 }
51 //A single event can trigger multiple geofences.
52 for (Geofence geofence : triggeringGeofences) {
53 String locationId = geofence.getRequestId ();
54 listIds += "*" + locationId;
55 }
56
57 Log.i(TAG , "Geofence transition done: " + listIds);
58
59 location = geofencingEvent.getTriggeringLocation ();
Toda este fragmento de co´digo muestra la manera de ver como se recoge la
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informacio´n de la notificacio´n de Geofence a partir del Intent obtenido. Cabe
decir que acaba con la adquisicio´n del objeto Location, el cual nos hace falta
para obtener la longitud y latitud del punto donde se produce el evento de
transicio´n.
Primeramente, se utiliza el me´todo de consulta hasError(), para poder aca-
bar la funcio´n lo antes posible en caso de producirse un error en un momento
determinado del evento. Despue´s de esto, ya es posible recoger toda la informa-
cio´n, empezando por el tipo de transicio´n EXIT, ENTER o DWELL; adema´s,
el identificador de las Geofences que han provocado dicho evento. Despue´s de
esto, viene el getter del objeto Location para que ma´s adelante se extraiga ma´s
informacio´n de e´l, como por ejemplo, lo comentado anteriormente, la longitud y
latitud del evento en s´ı. Este apartado de extraccio´n de informacio´n del objeto
Location se explicara´ en el siguiente cap´ıtulo.
- AWSConnect
Su configuracio´n e implementacio´n es pra´cticamente igual al desarrollo del
servicio en segundo plano, y es por eso que no veo conveniente detallarlo otra
vez.
- Constants
En esta clase se an˜aden los diferentes para´metros de configuracio´n que el
usuario ha escogido en la pantalla principal, y al ser una clase esta´tica no es
necesario instanciar la clase en caso de consultar cualquier para´metro.
- RWFile
Su configuracio´n e implementacio´n es pra´cticamente igual al desarrollo del
servicio en segundo plano, y es por eso que no veo conveniente detallarlo otra
vez.
- Time
A parte de ya lo explicado en la seccio´n anterior, tambie´n apuntaremos la
hora de inicio del servicio de Geofencing, que deber´ıa ser parecida a la del inicio
del servicio en primer plano.
6.4.6. Integracio´n de Geofence como servicio en segundo
plano
Despue´s del correcto funcionamiento de las dos implementaciones anteriores,
ahora se explicara´ la integracio´n de Geofence como un servicio de segundo plano.
Primeramente decir que los cambios en el co´digo han sido escasos, solamente
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se han tenido que mover algunas relaciones, mostradas en el siguiente diagrama
UML
Diagrama UML
Figura 6.9: Diagrama UML de la integracio´n.
Lo ma´s destacable es el cambio de Geofence en el servicio de segundo plano.
Esto lo hemos hecho cambiando todas las llamadas a GeofenceManager de la
clase ForegroundServiceActivity a la funcio´n onCreate de la clase Notification-
JobService, para que Geofence sea lo primero que se cree cuando se ejecute por
primera vez el servicio en segundo plano.
A parte de esto, y como se puede ver en el diagrama UML, durante el
desarrollo del proyecto, se ha decidido dejar en la implementacio´n final la clase
ForegroundServiceActivity ya que queremos ver cua´l es el funcionamiento de
Geofence en una actividad en primer plano.
Diferencias en la integracio´n respecto a las otras dos implementacio-
nes
Este aparatado no es muy extenso, ya que en la integracio´n solamente ha
habido cambio de co´digo de una clase a otra. A continuacio´n explicaremos que
ma´s importante en los cambios.
Clase NotificationJobService crea Geofence. Todo el trozo de co´digo visto
en ForegroundServiceActivity ha pasado directamente NotificationJobSer-
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vice, ya que es el servicio de segundo plano quien debe crear el Geofence,
siempre y cuando el usuario lo elija.
Todos los para´metros de configuracio´n se encuentran en la pantalla, y
cuando el usuario inicia el algoritmo, los valores de los para´metros se
guardan en la clase Constants como esta´ticos, para que cualquier clase
que lo necesite acceda a ellos. Como he dicho, se destaca la eleccio´n de
Geofence ejecuta´ndose en segundo o primer plano. Una vez elegidos todos
los para´metros, el usuario debe darle al boto´n Start y esperar a que se
muestre el Toast de que Geofence se ha an˜adido correctamente.
Figura 6.10: Pantalla principal del desarrollo de integracio´n. Para´metros de con-
figuracio´n.
6.5. Ana´lisis
En esta seccio´n se ha cumplido uno de los principales objetivos de este pro-
yecto, el desarrollo de un aplicacio´n que sea capaz de tener un servicio en segundo
plano recibiendo notificaciones de Geofences.
Realmente tenemos que sacar conclusiones de este apartado y ver a partir
del ana´lisis la seccio´n ana´lisis de datos, lo que realmente se ha detectado sobre
el comportamiento de Geofence y el servicio en segundo plano en el sistema
operativo Android.
En el siguiente cap´ıtulo, antes de definir los diferentes experimentos, se vera´
co´mo hemos estructurado la persistencia de los datos, para luego obtener un
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ana´lisis de ellos, y que´ hemos visto para la correccio´n de errores y de configura-
ciones de este apartado. Con esto quiero decir que este apartado se ha desarro-
llado en paralelo al siguiente, ya que necesitamos realmente analizar muy bien
los datos obtenidos de la u´ltima implementacio´n, para ver que realmente no
existen errores de co´digo ni de configuracio´n.
Dicho esto, cabe decir que toda esta seccio´n viene dada por el resultado final
de la arquitectura y de la implementacio´n, las cuales se han obtenido despue´s
de los ana´lisis de datos y correccio´n de errores del siguiente apartado.
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Cap´ıtulo 7
Captura de datos, experimentacio´n
y ana´lisis.
7.1. Introduccio´n
Actualmente se encuentra muy poca informacio´n del comportamiento real de
Geofence, tanto en servicios de segundo plano como el en primer plano, siendo
as´ı, el motivo de la realizacio´n de este proyecto. En este cap´ıtulo se detalla co´mo
funciona este servicio.
Como hemos visto en el cap´ıtulo anterior, se ha implementado el sistema
Geofence dentro de un servicio en segundo plano, y para poder garantizar su
correcto funcionamiento, primeramente se debe definir que´ datos se deben ob-
tener de la aplicacio´n.
Obtenidos estos datos, se efectuara´ un ana´lisis con el objetivo de corregir de
errores de la implementacio´n ya construida. Despue´s se definira´n los diferentes
experimentos que servira´n para ver el comportamiento de Geofence.
A continuacio´n, cuando tengamos los experimentos bien definidos, se mos-
trara´n tanto los diferentes resultados de cada uno de ellos como las diferentes
conclusiones que podemos obtener. Y para acabar con este cap´ıtulo, se hara´ un
ana´lisis general de los resultados para ver realmente co´mo se comporta Geofence
delante de diferentes situaciones.
Una vez obtenidas las diferentes conclusiones del comportamiento de Geo-
fence, tendremos una informacio´n que poca gente sabe. Es por eso que este
trabajo sera´ objeto de la extraccio´n de informacio´n para publicar art´ıculos de
investigacio´n sobre Geofences y los servicios en segundo plano en los dispositivos
Android actuales.
Cabe destacar, y es algo que se puede ver en el apartado Metodolog´ıa y rigor,
las dos tareas que recogen este cap´ıtulo se han desarrollado en paralelo con el
anterior, ya que la implementacio´n ha ido progresando positivamente con el
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ana´lisis de los datos obtenidos y correccio´n de errores.
7.2. Objetivos
Los objetivos de esta parte se pueden resumir en:
Definicio´n de la estructura de datos obtenidos de la aplicacio´n.
• Deben ser claros y concisos.
Correccio´n de errores de la implementacio´n y estructura software a partir
de diferentes ana´lisis de datos.
Definicio´n de los diferentes experimentos a ejecutar.
• Deben proporcionar datos para efectuar un ana´lisis.
• Los experimentos deben ser suficientemente importantes para cum-
plir con el objetivo de entender el verdadero comportamiento de Geo-
fence.




Figura 7.1: Logotipo de Python.
Python es un lenguaje de programacio´n muy sencillo de usar, potente y
de co´digo abierto, el cual pone mucho e´nfasis en tener una sintaxis altamente
le´ıble. Para su ejecucio´n, se ha utilizado la plataforma Spyder1, es un entorno de
programacio´n que se utiliza en el grupo de investigacio´n el cual estoy trabajando,




Se ha elegido este lenguaje de programacio´n por el simple hecho de su facili-
dad en el tratamiento de datos. Se utilizara´ para generar un fichero en JavaScript
que muestre los diferentes datos en un mapa y para el tratamiento de datos de
Geofence.
7.3.2. JavaScript
Es un lenguaje de programacio´n que te permite efectuar operaciones com-
plejas implementadas como una parte de un navegador web, es decir, trabaja
conjuntamente con html creando contenido nuevo y dina´mico.
Figura 7.2: Logotipo de JavaScript.
En este proyecto, el co´digo JavaScript sera´ generado a partir de un programa
Python, creara´ un fichero con la extensio´n .js, especifico de javascript, capaz de
interactuar con un mapa definido en un HTML, obtenido de la biblioteca Leaflet.
Leaflet
Leaflet es una biblioteca de JavaScript de co´digo abierto que te permite
interactuar con mapas. Contiene una API fa´cil de usar y muy bien documentada,
con todas las funciones que la mayor´ıa de desarrolladores necesitan.
Figura 7.3: Logotipo de Leaflet.
Su utilizacio´n en este proyecto es proporcionarnos un mapa donde podamos
marcar cada una de las notificaciones proporcionadas por el servicio de Geofence
y, adema´s, para entender el significado de cada notificacio´n, se dibujara´ cada
una de las Geofences que hayan sido definidas en esa ejecucio´n.
Gracias a esta API, podemos ver visualmente los datos que obtenemos de la




Es un lenguaje para dar una estructura al contenido web, tal como, se definen
las cabeceras, ima´genes, tablas, pa´rrafos,etc. En nuestro caso, nuestro HTML
definira´ un pa´gina web proporcionada por la biblioteca de Leaflet, donde tam-
bie´n se integrara´n los diferentes JavaScripts de las notificaciones y Geofences
definidas.
A continuacio´n, se puede ver la integracio´n de Leaflet en un formato html.
Adema´s, podemos ver como se han incluido los ficheros JavaScript de las Geo-
fences definidas y las notificaciones, creados ambos, por el programa Python.
1
2 <!DOCTYPE html >
3 <html >
4 <head >











10 <div id="mapDiv" style="width: 1400px; height: 800px" ></div >
11 <script >
12 var lat =41.38794035450985;
13 var lon = 2.11227;
14 // initialize map
15 map = L.map('mapDiv ').setView ([lat , lon], 13);
16 // set map tiles source
17 L.tileLayer('https :// tile.openstreetmap.org/{z}/{x}/{y}.png', {
18 attribution: 'Map data &copy; <a href="https ://www.openstreetmap.org/">




22 <script src="output_geofences.js"></script >





7.4.1. Estructura de almacenamiento de los datos
Antes de cualquier ana´lisis de datos, es preferible que se definan los diferen-
tes campos de obtencio´n de la informacio´n, proporcionados por los diferentes
servicios que se ejecutan en la aplicacio´n mo´vil.
En este apartado se presentara´ cua´l es el formato de obtencio´n de los datos
de ubicacio´n generados por nuestra implementacio´n software instalada en un
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dispositivo mo´vil. Por otro lado, el formato del almacenamiento tambie´n influira´
en esa decisio´n, ya que por ejemplo, almacenando los datos internamente en
el tele´fono nos permite una mayor flexibilidad para ver en tiempo real que
realmente se generan datos provenientes de la aplicacio´n.
Lugar de almacenamiento interno.
El espacio del tele´fono mo´vil donde se guardaran los datos obtenidos de
la aplicacio´n sera´ dentro del directorio de documentos del dispositivo mo´vil.
Dentro de esta carpeta se creara´, si no se ha creado anteriormente, una carpeta
llamada GeofenceData donde se guardaran los diferentes ficheros que contienen
los datos.
1 Date c = Calendar.getInstance ().getTime ();
2 SimpleDateFormat df = new SimpleDateFormat("MM-dd-yyyy", Locale.US);
3 String date = df.format(c);
4
5 // Get the directory for the user's public pictures directory.
6 final File path = Environment.getExternalStoragePublicDirectory (Environment.
DIRECTORY_DOCUMENTS + "/GeofenceData/");
7 if(!path.exists ()) {
8 path.mkdirs ();
9 }
10 final File file = new File(path , "data" + date + ".txt");
Adema´s, para garantizar el seguimiento de cada uno de los ficheros creados,
su nombre sera´ definido por el d´ıa de ejecucio´n de la aplicacio´n. Por ejemplo, si
hoy es d´ıa 03/06/2019, el fichero de datos sera´ llamado ”data06-03-2019.txt”, y
todas las ejecuciones de este d´ıa se guardaran en el mismo.
Formato de almacenamiento
Cuando una notificacio´n Geofence llega al servicio, sea en segundo o pri-
mer plano, nuestro sistema debe ser capaz de escribir todos los datos que te
proporciona Geofence en un fichero interno o en Amawon Web Services.
La adquisicio´n de los datos de la notificacio´n, en todos los casos, se empa-
quetara´n en formato JSON para facilitar el intercambio de datos. Y antes de
este empaquetamiento, se deben tener en cuanta dos casos: Recibir el objeto
Location siendo nulo o no nulo.
A continuacio´n se muestra el extracto de co´digo que obtiene los datos de la




2 * Creates Json object with Location event
3 * @param listIds Contains Geofence events
4 * @param locationParameters Contains the information about Location
5 * @return JSONObject Contains the information about Geofence triggered
6 */
7 private JSONObject getJsonLocationGeofence(String listIds , String
locationParameters) throws JSONException {
8
9 String sDate = getTimeLocation ();
10





16 jsonItem.put("latitude", Double.toString(location.getLatitude ()));
17 jsonItem.put("longitude", Double.toString(location.getLongitude ()));
18 jsonItem.put("token", "-");




Primeramente obtenemos la hora exacta de la notificacio´n, la longitud y
latitud
Hora exacta del sistema operativo cuando se produce la notificacio´n.
Hora en la que se produce la transicio´n.
Latitud y longitud del evento.
Listids: es un String que contiene el evento de transicio´n de Geofence.
Consta del tipo de la transicio´n (entrada, salida o espera) y de los dife-
rentes Geofences donde se ha producido dicha transicio´n.
BatteryLevel: nivel de bater´ıa en el momento de la notificacio´n.
locationParameters: Una vez obtenemos el objeto Location, se puede ob-
tener la siguiente informacio´n:
1 /**
2 * Get parameters from Location
3 */
4 @RequiresApi(api = Build.VERSION_CODES.O)
5 private String computeLocationParameters () {
6 String accuracy = (location.hasAccuracy ()) ? String.valueOf(
location.getAccuracy ()) : "-";
7 String altitude = (location.hasAltitude ()) ? String.valueOf(
location.getAltitude ()) : "-";
8 String bearing = (location.hasBearing ()) ? String.valueOf(
location.getBearing ()) : "-";
9 String provider = String.valueOf(location.getProvider ());
10 String speed = (location.hasSpeed ()) ? String.valueOf(location.
getSpeed ()) : "-";
11
12 String bearingAccuracy = (location.hasBearingAccuracy ()) ?
String.valueOf(location.getBearingAccuracyDegrees ()) : "-";
13 String speedAccuracy = (location.hasSpeedAccuracy ()) ? String.
valueOf(location.getSpeedAccuracyMetersPerSecond ()) : "-";
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14 String verticalAccuracy = (location.hasVerticalAccuracy ()) ?
String.valueOf(location.getVerticalAccuracyMeters ()) : "-";
15
16 String locationParameters = provider + "#" + accuracy + "#" +
altitude + "#" + bearing + "#" + bearingAccuracy + "#" +
speed + "#" + speedAccuracy + "#" + verticalAccuracy;
17 return locationParameters;
18 }
Lo ma´s interesante que podemos ver aqu´ı es que podemos obtener el pro-
veedor de la localizacio´n y la exactitud total de los datos.
Cuando se de´ el caso de obtener el objeto Location como un valor nullo,
solamente podemos obtener el tipo de transicio´n que se ha efectuado y las Geo-
fences que lo han provocado. Se muestra en el siguiente fragmento de co´digo:
1 /**
2 * Creates Json object only with the event , location is null
3 * @param listIds Contains Geofence events
4 * @return JSONObject Contains the information about Geofence triggered
5 */
6 private JSONObject getJsonWithoutLocationGeofence(String listIds) throws
JSONException {
7
8 JSONObject jsonItem = new JSONObject ();
9 jsonItem.put("Id", "-");
10 jsonItem.put("DateTime", Time.getCurrentTime ());
11 jsonItem.put("event", listIds);
12 jsonItem.put("token", "-");




Con todo esto explicado, ya se tiene constancia de co´mo y con que´ formato
se guardan los diferentes datos de ubicacio´n obtenidos de la aplicacio´n softwa-
re. Adema´s, cada vez que se inicie GeofenceManager o el servicio de segundo
plano se cancele, se escribira´ en el fichero interno del tele´fono la hora del evento
producido.
7.4.2. Ana´lisis de datos de las primeras puestas en marcha
Para la realizacio´n de esta seccio´n, se ha elegido ejecutar la aplicacio´n du-
rante el trayecto de mi casa hasta la universidad. Es un camino que hago la
mayor´ıa de d´ıas, y me es muy practico para probar la aplicacio´n.
De esta manera, gracias a la ejecucio´n de este trayecto, se pueden analizar los
datos obtenidos e ir corrigiendo los diferentes errores de co´digo o de arquitectura
en el momento que llegas al destino.
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Recorrido y Geofences definidas.
A continuacio´n se muestra el mapa definido para los ana´lisis durante el
desarrollo de las implementaciones basadas en Geofence. Se puedem apreciar
dos caminos diferentes, uno que hago yo andando y otro que hago en metro, y
alrededor de ellos se encuentran todas las Geofences definidas de forma esta´tica
en el co´digo. Los resultados de localizacio´n de Geofence con esta configuracio´n
debera´n ser parecidos a los caminos mostrados.
Figura 7.4: Mapa para los primeros ana´lisis de Geofences.
Viendo el mapa, se puede ver que es bastante ido´neo, ya que las Geofences
definidas se encuentran alrededor de los dos recorridos habituales para llegar a
la Universidad, y es por eso que, este mapa se utilizara´ para ver si las diferentes
implementaciones iniciales producen transiciones en las diferentes a´reas.
Ejecuciones y primeras impresiones sobre Geofence
Implementacio´n segundo plano
Durante el desarrollo de esta implementacio´n fue un poco larga por la falta de
experiencia del desarrollador, pero una vez entender todo el entorno de trabajo
de Android Studio, se cumplio´ con el objetivo.
Durante la ejecucio´n del programa, se crea un servicio en segundo plano
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ejecuta´ndose en paralelo a la aplicacio´n en primer plano, capaz de escribir en
un fichero.
Durante algunas ejecuciones, vimos que el servicio se va reiniciando cada
10 minutos, en otras palabras, cada 10 minutos obten´ıamos una escritura en
el fichero interno. Despue´s de unos d´ıas de investigacio´n, vimos que el servicio
se cancelaba despue´s de estar ejecuta´ndose 10 minutos con un timeout, y justo
despue´s se ejecutaba otra vez. Este comportamiento se tuvo en cuenta en la
integracio´n con Geofence.
Implementacio´n con Geofence
Esta implementacio´n tiene el objetivo de ejecutar el servicio de Geofence en
primer plano, y eso quiere decir que no contiene ninguna restriccio´n de ubicacio´n.
Una vez ya programado, se hizo una primera toma en contacto saliendo a
la calle y ver que pasaba. Despue´s de estar durante 10 minutos andando, era
incre´ıble como el servicio Geofonce era capaz de notificar todas las transiciones
que se produc´ıan durante el recorrido.
A continuacio´n, se encuentra un recorrido con esta implementacio´n:
Figura 7.5: Resultados de la implementacio´n en primer plano.
Para la correcta visualizacio´n de las notificaciones, se muestra la hora de la
notificacio´n, el tipo de transicio´n y las Geofences que lo han producido, haciendo
click en cualquier marca del mapa, tal y como se puede ver en la imagen anterior.
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Adema´s, vemos como todas las Geofences del recorrido han sido detectadas
por el servicio de Geofence, haciendo que el camino formado entre cada una de
estas notificaciones, sea muy parecido al camino mostrado en la imagen 7.4.
Una vez implementado y viendo que funcionaba perfectamente, se procedio´
a la integracio´n de los dos servicios.
Integracio´n de los dos servicios
Una vez que ya funcionaban los dos servicios en sus respectivas aplicacio-
nes, era el momento de desarrollar la integracio´n para que Geofence pudiera
ejecutarse en segundo plano.
Esta etapa ha sido la ma´s complicada de todo el desarrollo del proyecto,
ya que se estuvo aproximadamente unas 3 semanas intentando que funcionara,
ya que desde el principio de la integracio´n solamente se notificaba la primera
transicio´n de Geofence.
Despue´s de numerosos cambios en los valores de las configuraciones de las
diferentes APIs, tanto de Fused Location como Geofence, no se aprecio´ ningu´n
cambio en el comportamiento, el servicio en segundo plano pasaba a ser olvidado
por el tele´fono Android y solamente notificaba la primera Geofence. Esto se
comprobo´ con diferentes tele´fonos mo´viles y se vio que el comportamiento era
exactamente igual.
Despue´s de muchas pruebas, vimos que en los tele´fonos mo´viles que utiliza´ba-
mos ten´ıan puesta una restriccio´n de la ubicacio´n en segundo plano, y cuando
la desactiva´bamos funcionaba correctamente, no tan bien como el servicio en
primer plano, pero obten´ıamos notificaciones.
Entonces, despue´s de algunas reuniones, se decidio´ continuar el proyecto
desactivando la restriccio´n en segundo plano, ya que lo que realmente se quer´ıa
estudiar era el comportamiento de Geofence.




Figura 7.6: Resultados de la implementacio´n en primer plano.
Comparando la imagen anterior con la imagen 7.5, vemos como en esta la




El sistema Geofence ejecutado como un servicio en primer plano se obtie-
ne aproximadamente el triple de notificaciones comparado con un servicio en
segundo plano. Este calculo es poco significativo por el momento, ya que no
son realmente los mismos caminos, y han podido haber factores que ha he-
cho disminuir el nu´mero. Pero despue´s de numerosas ejecuciones de pruebas de
implementacio´n, se ha visto que que las notificaciones en segundo plano son
menores en nu´mero.
7.4.3. Definicio´n de los experimentos
Para proceder a la siguiente seccio´n de ana´lisis de datos, es conveniente que
antes se definan una serie de experimentos para poder caracterizarlos:
Definicio´n de la trayectoria
Para poder hacer los diferentes experimentos, antes se debe definir una tra-
yectoria a seguir para saber donde situar las diferentes las Geofences esta´ticas
y as´ı forzar las difernetes notificaciones.
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Figura 7.7: Recorrido para los diferentes experimentos.
La ruta que se presenta consta de un total de 7.06 Km, 3km se hacen me-
diante el tranv´ıa que recorre toda la Avenida Diagonal de Barcelona, y los 4.06
km restantes se hacen andando. Todo esto se efectu´a con un tiempo aproximado
de 40 minutos por cada recorrido.
Para´metros a estudiar
Se han definido un total de 10 experimentos, los cuales se diferencian en
la configuracio´n de algunos para´metros tanto del tele´fono mo´vil como de las
diferentes APIs.
A continuacio´n se muestra la lista de los para´metros que definen cada uno
de los experimentos:
Radio(m) Bater´ıa Servicio Modo GPS Aplicacio´n auxiliar
50 Alta (+15 %) Background Alta Precisio´n No
100 Baja (-15 %) Foreground Baja Precisio´n Si
200 - - Desactivado -
Cuadro 7.1: Dedicacio´n en horas por cada tarea.
El para´metro .aplicacio´n auxiliar”quiere decir que mientras va ejecuta´ndose
el servicio Geofence en segundo plano, esta´ presente en primer plano la aplicacio´n
Google Maps solicitando datos de ubicacio´n al tele´fono mo´vil.
Al no poder probar cada todas las combinaciones posibles por falta de tiem-
po, se decide definir una configuracio´n por defecto y a partir de all´ı ir cambiando
cada una de las configuraciones.
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Clasificacio´n de los experimentos
La eleccio´n del radio de las Geofences en la configuracio´n por defecto viene
dado de la recomendacio´n que hace Google. Se encuentra mejor explicado en
el apartado Estado del arte. Los dema´s para´metros son elegidos por la configu-
racio´n por defecto que ta da el dispositivo mo´vil, ya que, por ejemplo, cuando
enciendes el GPS se pone automa´ticamente el modo de alta precisio´n.
A continuacio´n se presentan los 3 mapas dado el radio de la Geofence.
Figura 7.8: Recorrido con Geofences de radio 100 metros.
Figura 7.9: Recorrido con Geofences de radio 50 metros.
Figura 7.10: Recorrido con Geofences de radio 200 metros.
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Definicio´n de los para´metros configurables
Vistos los 3 mapas anteriores, ya podemos empezar a definir los diferentes
para´metros definidos en la tabla 7.13, que caracterizan cada unos de los experi-
mentos. Destacar el experimento 1 como la configuracio´n por defecto:
Experimento Radio(m) Bater´ıa Servicio GPS Aplicacio´n
1 100 Alta (+15 %) Background Alta No
2 50 Alta (+15 %) Background Alta Si
3 200 Alta (+15 %) Background Alta No
4 100 Alta (+15 %) Background Alta Si
5 100 Baja (-15 %) Background Alta No
6 100 Alta (+15 %) Background Baja No
7 100 Alta (+15 %) Background Alta No
8 50 Alta (+15 %) Foreground Alta No
9 100 Alta (+15 %) Foreground Alta No
10 200 Alta (+15 %) Foreground Alta No
Cuadro 7.2: Para´metros que definen cada uno de los experimentos.
La diferencia que contiene el experimento 7 es por empezar a andar trans-
curridas 2 horas de la puesta en marcha de la aplicacio´n. Por otro lado, al no
poder crear el servicio de Geofence cuando el GPS esta´ desactivado, no se ha
podido contemplar ese para´metro como un juego de pruebas.
Definicio´n de los para´metros persistentes
A continuacio´n se detallara´n cada uno de los para´metros que son permanen-
tes durante las ejecuciones de cada uno de los experimentos definidos anterior-
mente, con la excepcio´n de los que se ejecutan en primer plano, ya que se deben
cambiar algunos de sus para´metros.
Destacar que en cada uno de los para´metros que se describen a continua-
cio´n, se deben asignar tiempos en milisegundos. Adema´s, la diferenciacio´n entre
alguno de los para´metros si es o no primer plano, se debe a lo que Google te re-
comienda en cada caso. Cada para´metro se describira´ con un pequen˜o resumen,
para recordar lo que significan.
LocationRequest: Establece la calidad del servicio de las actualizaciones
de ubicacio´n.
• Intervalo:
Establece la velocidad en milisegundos en el que la aplicacio´n recibe
una actualizacio´n de ubicacio´n.
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◦ Primer plano. Valor establecido a 5ms.
◦ Segundo plano. Valor establecido a 3600000ms, que corresponde
a 60 minutos
• Fastest interval:
Establece la velocidad ma´s ra´pida en milisegundos en que la aplica-
cio´n puede obtener las actualizaciones de ubicacio´n.
◦ Primer plano. Valor establecido a 1ms.
◦ Segundo plano. Valor establecido a 300000ms, que corresponde
a 5 minutos.
• Prioridad:
Establece la prioridad de la solicitud de ubicacio´n segu´n como que-
ramos la exactitud de la ubicacio´n.
◦ Primer plano. Valor establecido a PRIORITY HIGH ACCURACY . So-
licita la ubicacio´n ma´s precisa posible.
◦ Segundo plano. Valor establecido a PRIORITY BALANCED POWER ACCURACY.
Solicita la ubicacio´n con una precisio´n de aproximadamente 100
metros.
GeofenceBuilder:
• Notification responsiveness. Valor establecido a 5ms. La capacidad
de respuesta de notificacio´n
• Loitering delay. Valor establecido a 300000ms, que corresponde a 5
minutos. Tiempo transcurrido entre un ENTER y un DWELL, es
decir, establece un tiempo de espera dentro de una Geofence de 5
minutos.
JobScheduler:
• Job id = 1. El identificador del Job que se ejecuta en segundo plano.
Una vez definidos cada uno de los experimentos y sus para´metros de confi-
guracio´n, es el momento de salir a la calle y obtener los diferentes datos para
poder analizarlos y sacar una informacio´n u´til.
7.4.4. Desarrollo de los experimentos
Para realizar los diferentes experimentos correctamente, se han decidido uti-
lizar dos tele´fonos mo´viles de caracter´ısticas similares, con el objetivo de reducir
los impactos de posibles factores externos que no podemos controlar, como por
ejemplo, el de otras aplicaciones ejecuta´ndose en segundo plano, o que se apague
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el mo´vil durante el experimento o que por un motivo u otro la aplicacio´n no
funcione.
A continuacio´n, se lista los dos mo´viles utilizados para ejecutar los diferentes
experimentos:
Mo´vil Xiaomi Redmi Note 5 personal. Porcesador Snapdragon 636,
3 GB de RAM y Bater´ıa de 4000mAh.
Huawei P20 lite del grupo de investigacio´n. Procesador Kirin 659 a
2,36GHz, 4 GB de RAM y bater´ıa de 3000mAh.
7.4.5. Resultados de los experimentos
Una vez acabados los diversos experimentos, es el momento de presentar los
resultados obtenidos de cada uno de ellos. Para facilitar la caracterizacio´n de
los datos, se va a separar la trayectoria en 3 etapas distintas:
Etapa 1: Agrupa la parte que de la l´ınea recta superior del camino, que
corresponde a la calle Avenida Diagonal de Barcelona. Esta parte del
camino se realiza en tranv´ıa.
Etapa 2: Esta etapa se realiza andando, y reu´no toda la parte inferior del
mapa, hasta llegar otra vez a la linea recta superior.
Etapa 3: Etapa final del trayecto. Se camina por Geofences definidas que
han sido cruzadas anteriormente en la etapa 1.
Para cada experimento se mostrara´:
El tiempo medio de cada etapa.
El nu´mero total de notificaciones producidas en cada etapa.
Uno o das mapas de los resultados, segu´n las diferencias anteriores.
Despue´s de realizar todos los experimentos, solamente se han podido ver
diferencias significativas en el experimento 1, y es por eso que, u´nicamente ese
experimento contiene dos mapas como resultado.
Experimento 1
Este experimento se define como la configuracio´n por defecto de la imple-
mentacio´n software realizada. A continuacio´n se definen los para´metros que
caracterizan esta configuracio´n:
Primeramente se mostrara´n los resultados del tele´fono Huawei, y seguida-
mente, los del tele´fono Xiaomi:
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Radio(m) Bater´ıa Servicio GPS Aplicacio´n
100 Alta (+15 %) Background Alta No
Cuadro 7.3: Para´metros que definen el experimento 1.
- Resultado Huawei
Figura 7.11: Resultado experimento 1 Huawei.
Podemos sacar la siguiente informacio´n:
Nu´mero de notificaciones: 18
• Etapa 1: 6 notificaciones.
• Etapa 2: 8 notificaciones.
• Etapa 3: 4 notificaciones.
Tiempo medio entre notificaciones: 4.67 minutos
• Etapa 1: 5.2 minutos.
• Etapa 2: 3.99 minutos.




Figura 7.12: Resultado experimento 1 Xiaomi.
Nu´mero de notificaciones: 38.
• Etapa 1: 19 notificaciones.
• Etapa 2: 11 notificaciones.
• Etapa 3: 8 notificaciones.
Tiempo medio entre notificaciones: 4.7 minutos
• Etapa 1: 3.6 minutos.
• Etapa 2: 5.2 minutos.
• Etapa 3: 5.3 minutos.
Comentarios
Al ver los resultados de este primer experimento, parece que el comporta-
miento de Geofence depende mucho del tele´fono mo´vil, ya que se pueden apreciar
numerosas diferencias entre las dos ejecuciones en cuanto al nu´mero de notifica-
ciones. Por otra parte, el tiempo medio es bastante parecido, ya que ronda unos
4.7 minutos en media.
Pensando el motivo de esta diferencia en la cantidad de notificaciones, se
concluye que lo ma´s probable es que en el mo´vil personal, antes de empezar el
experimento, se ejecutara algu´n tipo de servicio en segundo plano no restringi-
do que pidiera ubicacio´n, haciendo que Geofence cogiera esa informacio´n para
notificar ma´s.
Se llega a dicha conclusio´n por el motivo de que en los siguientes experimen-
tos, no se aprecia una diferencia significativa entre las dos ejecuciones, y es por
eso que solamente se ha proporcionado una imagen del mapa resultante.
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Por otra parte, el motivo de que el tiempo sea pra´cticamente igual es porque
las diferentes marcas del mapa de Xiaomi contiene ma´s de 1 notificacio´n a la vez,
haciendo que aumente el nu´mero de notificaciones pero no reduzca el tiempo
entre ellas.
Experimento 2
Este segundo experimento se diferencia por definir las Geofences con un radio
de 50 metros, es decir, el doble de pequen˜as que las Geofences por defecto. A
continuacio´n se muestran los para´metros de configuracio´n:
Radio(m) Bater´ıa Servicio GPS Aplicacio´n
50 Alta (+15 %) Background Alta Si
Cuadro 7.4: Para´metros que definen el experimento 2.
- Resultado
Figura 7.13: Resultado experimento 2.
Nu´mero de notificaciones: 12.
• Etapa 1: 5 notificaciones.
• Etapa 2: 2 notificaciones.
• Etapa 3: 5 notificaciones.
Tiempo medio entre notificaciones: 11.13 minutos
• Etapa 1: 10.3 minutos.
• Etapa 2: 11.8 minutos.




Viendo los resultados anteriores podemos ver lo sorprendente que es el tiem-
po entre notificaciones. Sube 6 minutos respecto al experimento 1, adema´s de
bajar considerablemente el nu´mero de notificaciones.
Con la ejecucio´n de este experimento se pueden apreciar dos indicios de
comportamiento de Geofence:
La notificacio´n ENTER solamente se produce siempre y cuando el sistema
Geofence despierta dentro de una Geofence definida. Esto hace que el tiem-
po entre notificaciones se dispare y que las notificaciones bajen respecto
el experimento anterior.
Notifica un EXIT aproximadamente 5 minutos despue´s de un ENTER.
Con esto podemos ver que Geofence despierta cada 5 minutos, algo que
tambie´n se produce en el experimento anterior.
Experimento 3
Finalmente, en cuanto al estudio de radios de Geofence en estado de segundo
plano, se decide an˜adir una u´ltima configuracio´n de 200 metros. El objetivo
de este experimento es ver co´mo notifica Geofence una vez que los c´ırculos se
superponen unos a los otros.
A continuacio´n se muestran los parametros de configuracio´n para este expe-
rimento:
Radio(m) Bater´ıa Servicio GPS Aplicacio´n
200 Alta (+15 %) Background Alta No




Figura 7.14: Resultado experimento 3.
Nu´mero de notificaciones: 30.
• Etapa 1: 14 notificaciones.
• Etapa 2: 6 notificaciones.
• Etapa 3: 10 notificaciones.
Tiempo medio entre notificaciones: 5.437 minutos
• Etapa 1: 5.3 minutos.
• Etapa 2: 5.12 minutos.
• Etapa 3: 5.89 minutos.
- Comentarios
Una vez visto el resultado, se puede apreciar que el camino formado por las
notificaciones es bastante semejante, pero en este experimento se ve como el
nu´mero de notificaciones ha aumentado casi el doble. Esto se debe a que en un
mismo instante de tiempo se notifica con ma´s de una notificacio´n. Adema´s, se
tienen que sumar algunas notificaciones de DWEL, ya que hay algunas Geofences
que permaneces ma´s de 5 minutos por ser tan grandes.
En conclusio´n, aumentar los radios de Geofence de 100 a 200 metros, donde
solo obtienes superposicio´n de Geofence, no te aporta nada, ya que con las de
100 metros eres capaz de dibujar el mismo camino disminuyendo a casi a la




Despue´s de haber estudiado diversas combinaciones de radio de Geofence,
se ha decidido analizar co´mo puede afectar una aplicacio´n en primer plano, ha-
ciendo peticiones de ubicacio´n, al servicio de Geofence ejecuta´ndose en segundo
plano.
Radio(m) Bater´ıa Servicio GPS Aplicacio´n
100 Alta (-15 %) Background Alta Si
Cuadro 7.6: Para´metros que definen el experimento 4.
- Resultado
Figura 7.15: Resultado experimento 4.
Nu´mero de notificaciones: 70.
• Etapa 1: 28 notificaciones.
• Etapa 2: 24 notificaciones.
• Etapa 3: 18 notificaciones.
Tiempo medio entre notificaciones: 1.8 minutos
• Etapa 1: 0.81 minutos.
• Etapa 2: 1.1 minutos.




Viendo el resultado de este experimento en la imagen del mapa, se pue-
de contemplar como todas las Geofences definidas han sido notificadas por el
servicio de ubicacio´n desarrollado. Viendo esto, podemos concluir que:
Cuando hay una aplicacio´n en primer plano solicitando actualizaciones de
ubicacio´n, Geofence es capaz de ”despertarse”para obtener dichas actua-
lizaciones, y as´ı, notificar que se ha producido una notificacio´n.
Al ver que se ha producido transicio´n en cada una de las Geofences defi-
nidas, podemos decir que el momento en que al servicio Geofence le llega
una actualizacio´n de ubicacio´n, e´ste solamente notifica cuando se ha pro-
ducido una transicio´n, es decir, dada una latitud y longitud en un instante
de tiempo:
• Primeramente comprueba si se debe enviar un EXIT de alguno de
los ENTERs anteriores a ese instante de tiempo, si es as´ı, debes
comprobar si ha salido de esa Geofence. En ese caso debera´s notificar
un EXIT.
• Despue´s, mira si la nueva ubicacio´n esta´ dentro de una Geofenceo, si
es as´ı, notifica con un ENTER, sino no hace nada.
Experimento 5
Ha habido situaciones en las que el tele´fono mo´vil se quedaba sin bater´ıa, y
durante las reuniones semanales nos pregunta´bamos que´ pasa con el servicio de
Geofence cuando la bater´ıa es menor a 15.
A continuacio´n se muestran la configuracio´n cuando el tele´fono mo´vil se
encuentra con bater´ıa baja:
Radio(m) Bater´ıa Servicio GPS Aplicacio´n
100 Baja (-15 %) Background Alta No




Figura 7.16: Resultado experimento 5.
Nu´mero de notificaciones: 4.
• Etapa 1: 4 notificaciones.
• Etapa 2: 0 notificaciones.
• Etapa 3: 0 notificaciones.
Tiempo medio entre notificaciones: 5.20 minutos
• Etapa 1: 5.20 minutos.
• Etapa 2: - minutos.
• Etapa 3: - minutos
- Comentarios
Viendo el resultado anterior, vemos como solamente se han notificado 4
transiciones, y comprendiendo que solamente hemos cambiado el para´metro de
la bater´ıa, se puede llegar a la siguiente conclusio´n, ya que a los dos tele´fonos
mo´viles les ha pasado lo mismo:
Parece que el mo´vil pasa a un estado bastante restringido en cuanto a los
servicios de segundo plano.
Experimento 6
En este experimento se prueba el para´metro de modo ahorro de GPS, el
cual utiliza WiFi y redes mo´viles para determinar la ubicacio´n del dispositivo.
A continuacio´n se muestran los para´metros que caracterizan este experimento:
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Radio(m) Bater´ıa Servicio GPS Aplicacio´n
100 Alta (-15 %) Background Baja No
Cuadro 7.8: Para´metros que definen el experimento 6.
- Resultado
Figura 7.17: Resultado experimento 6.
Nu´mero de notificaciones: 28.
• Etapa 1: 14 notificaciones.
• Etapa 2: 8 notificaciones.
• Etapa 3: 6 notificaciones.
Tiempo medio entre notificaciones: 5.63 minutos
• Etapa 1: 5.20 minutos.
• Etapa 2: 5.8 minutos.
• Etapa 3: 5.9 minutos
- Comentarios
Viendo el resultado del mapa anterior, se puede apreciar que estableciendo
el GPS cn el modo de ahorro de bater´ıa, el comportamiento en las notificaciones
de Geofence es significativamente parecido a los anteriores.
Lo u´nico que podemos comentar en esta seccio´n es que el nu´mero de notifi-
caciones es considerablemente normal, 28 notificaciones, algo que no concuerda
con el nu´mero de avisos del mapa, ya que solamente se muestran 14. Eso es
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porque en cada instante de tiempo de aviso de Geofence, este notifica 2 tran-
sacciones a la vez en todos los casos, uno del EXIT de la Geofence anterior, y
el otro del ENTER de la nueva Geofence.
Con esto quiero llegar a la conclusio´n que cambiando el GPS en modo aho-
rro, hace bajar el nu´mero de avisos de la aplicacio´n, pero no el nu´mero de
notificaciones.
Experimento 7
Para poder estudiar hasta que´ punto el sistema operativo olvida tanto el
servicio Geofence como el servicio en segundo plano, se ha disen˜ado este expe-
rimento con los mismo para´metros por defecto, pero ejecuta´ndose 2 horas antes
de empezar a caminar.
Radio(m) Bater´ıa Servicio GPS Aplicacio´n
100 Alta (-15 %) Background Alta No
Cuadro 7.9: Para´metros que definen el experimento 7.
- Resultado
Para el resultado de este experimento no es posible mostrar el mapa resul-
tante, ya que solamente contamos con dos notificaciones, una de ENTER de la
puesta en marcha de la aplicacio´n, y la otra, 5 minutos despue´s, de un DWELL
por permanecer dentro de la Geofence ma´s de 5 minutos.
Al salir a hacer la prueba, despue´s de esperar 2 horas, el sistema en segundo
plano o Geofence es olvidado por el sistema operativo.
Experimento 8
Una vez acabados todos los experimentos establecidos en el servicio de se-
gundo plano, es hora de empezar con los experimentos de primer plano, los
cuales solo se diferencian en el taman˜o del radio de la Geofence.
A continuacio´n se muestran los para´metros de configuracio´n del experimento
8:
Radio(m) Bater´ıa Servicio GPS Aplicacio´n
50 Alta (-15 %) Foreground Alta No




Figura 7.18: Resultado experimento 8.
Nu´mero de notificaciones: 57.
• Etapa 1: 23 notificaciones.
• Etapa 2: 24 notificaciones.
• Etapa 3: 10 notificaciones.
Tiempo medio entre notificaciones: 1.17 minutos
• Etapa 1: 0.9 minutos.
• Etapa 2: 1.28 minutos.
• Etapa 3: 1.32 minutos
- Comentarios
Se puede apreciar como la mayor´ıa de Geofece han sido reportadas como
transicio´n, teniendo un nu´mero de notificaciones de 57. Adema´s, se puede ob-
servar como las transiciones de EXIT se obtienen por separado del ENTER
siguiente, ya que a simple vista vemos que tenemos notificaciones fuera de las
a´reas de las Geofences, y que los ENTERS no se notifican a la vez que los
EXITS, por la numerosa cantidad de ’Points’.
Gracias a esto, podemos deducir que el comentario hecho del experimen-
to 4 podr´ıa ser bastante acertado. Solamente despierta la notificacio´n cuando




Este experimento se podr´ıa decir que es la configuracio´n por defecto del ser-
vicio de Geofence en primer plano. Su configuracio´n se muestra a continuacio´n:
Radio(m) Bater´ıa Servicio GPS Aplicacio´n
100 Alta (-15 %) Foreground Alta No
Cuadro 7.11: Para´metros que definen el experimento 9.
- Resultado
Figura 7.19: Resultado experimento 9.
Nu´mero de notificaciones: 60.
• Etapa 1: 23 notificaciones.
• Etapa 2: 25 notificaciones.
• Etapa 3: 12 notificaciones.
Tiempo medio entre notificaciones: 1.052 minutos
• Etapa 1: 0.92 minutos.
• Etapa 2: 1.08 minutos.




El resultado obtenido en este experimento es bastante parecido al anterior, en-
contrando la u´nica diferencia de que el nu´mero de avisos pintados en el mapa
han bajado en nu´mero. Esto pasa porque el EXIT de la Geofence anterior se
notifica con un ENTER de la nueva a´rea de Geofence.
Igualmente se obtiene la misma informacio´n y mismo recorrido.
Experimento 10
Para concluir los resultados de los experimentos se muestra la misma con-
figuracio´n que la anterior, pero con el radio de las Geofences definidas a 200
metros.
Radio(m) Bater´ıa Servicio GPS Aplicacio´n
200 Alta (-15 %) Foreground Alta No
Cuadro 7.12: Para´metros que definen el experimento 10.
- Resultado
Figura 7.20: Resultado experimento 10.
Nu´mero de notificaciones: 74.
• Etapa 1: 31 notificaciones.
• Etapa 2: 30 notificaciones.
• Etapa 3: 13 notificaciones.
Tiempo medio entre notificaciones: 1.127 minutos
• Etapa 1: 1.09 minutos.
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• Etapa 2: 1.51 minutos.
• Etapa 3: 1.21 minutos
- Comentarios
Viendo el mapa de la figura anterior, se puede apreciar similitud con el
experimento 8, donde los radios eran de 50 metros. Cabe destacar que los EXITS
son notificados en el mismo instante de tiempo, y lo que hace que haya ma´s avisos
son las transacciones de DWELL, ya que esta´s ma´s de 5 minutos dentro de las
distintas Geofence.
Igualmente, gracias a las diversas notificaciones podemos dibujar el camino
hecho perfectamente.
7.5. Ana´lisis de los resultados
En cada uno de los experimentos se han obtenido dos resultados, por el
motivo de la utilizacio´n dos tele´fonos mo´viles. Para reducir la informacio´n re-
dundante de cada experimento, solamente se expondra´n los dos resultados si se
manifiesta alguna diferencia entre las dos ejecuciones.
7.5.1. Primeros ana´lisis del sistema Geofence
Durante las ejecuciones de prueba de las diferentes implementaciones que
conten´ıan el servicio de Geofences se encontraron los siguientes comportamien-
tos:
En la puesta en marcha de la aplicacio´n, Geofence te notifica con una
primera transicio´n de EXIT (salida) de todas las Geofences definidas en
el sistema. Pero en el caso de que inicies la aplicacio´n y te encuentres
dentro de una o ma´s Geofences, la primera notificacio´n que te llega es de
un ENTER de esas Geofences, y seguidamente te llega otra notificacio´n
EXIT con todas las Geofences, las cuales no te ubicas dentro. Entonces al
iniciar la aplicacio´n te encuentras con estas situaciones:
• Primera notificacio´n de ENTER, en caso de que te encuentres dentro
de alguna Geofence.
• Las Geofences que esta´n definidas en el sistema y que en el momento
de iniciar la aplicacio´n no te encuentras dentro de ellas, son mostradas
en la aplicacio´n con una transicio´n EXIT.
En las ejecuciones en el servicio de segundo plano, el tiempo entre cada
una de las notificaciones de transicio´n de Geofence llega en media a 5
minutos.
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Numerosas veces un EXIT de una Geofence viene acompan˜ado de un EN-
TER de otra. Las primeras impresiones son que necesitamos un ENTER
para obtener un EXIT de una Geofence. Esto es algo que en el siguiente
cap´ıtulo se desmiente.
En cuanto al servicio de segundo plano sin las actualizaciones de ubicacio´n,
la duracio´n de la ejecucio´n es de 10 minutos, recibiendo un timeout, y justo
despue´s se ejecuta otra vez.
7.5.2. Ana´lisis de los problemas surgidos durante la etapa
de correcio´n de errores
A continuacio´n se detallara´n estos problemas y sus respectivas soluciones:
Implementacio´n del servicio en background
Durante las primeras fases de bu´squeda de informacio´n sobre los servicios
en background y de ana´lisis de los diferentes modos de implementacio´n
del modelo, nos dimos cuenta que no ser´ıa una tarea sencilla de hacer.
Como se detalla en la descripcio´n de la tarea de disen˜o e implementacio´n
de la planificacio´n inicial, su u´ltima fase era la integracio´n de la tecnolog´ıa
Geofence con la implementacio´n del servicio en background. Para probar
su correcto funcionamiento era necesario salir a la calle y ver si realmente
funcionaba con el mo´vil inactivo y vimos que solamente funcionaba con la
primera notificacio´n de Geofence.
Despue´s de mucho ana´lisis de co´digo y bu´squeda de informacio´n, nos di-
mos cuenta que el problema que ten´ıamos era sobre la restriccio´n que tiene
Android sobre los dispositivos de versio´n 8 o superior. Resumiendo, esta
restriccio´n mata todos los procesos en background que utilicen localiza-
cio´n con el objetivo de aumentar la el tiempo de vida de la bater´ıa del
dispositivo.
Dicho esto, despue´s discutirlo dentro de las reuniones semanales, toma-
mos la decisio´n de inhabilitar dicha restriccio´n para analizar el verdadero
comportamiento de esta tecnolog´ıa, ya que es el principal objetivo de este
proyecto.
Definicio´n de los diferentes experimentos
Una vez que ve´ıamos que la implementacio´n software funcionaba correc-
tamente, era el momento de definir diferentes experimentos para ver su
comportamiento en diferentes entornos de ejecucio´n.
Durante una de las reuniones semanales, se presentaron los diferentes
para´metros de configuracio´n de la aplicacio´n, y vimos que eran demasia-
dos para probar todas sus combinaciones. As´ı que decidimos definir una
configuracio´n por defecto, y a partir de ah´ı ir cambiando cada para´metro
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de configuracio´n. Cogiendo esta solucio´n, nos hicimos que saliera un total
de 10 experimentos diferentes a ejecutar.
7.5.3. Conclusiones de los experimentos
Recopilacio´n de los resultados
Para poder empezar a dar una visio´n general del comportamiento de Geo-
fence, se muestra a continuacio´n una tabla con cada uno de los datos ma´s im-
portantes recogidos. Cabe destacar que en esta tabla se ha an˜adido la variacio´n
de la descarga de bater´ıa del tele´fono mo´vil producida en cada uno de los expe-
rimentos.
Para poder poner todo en una misma columna, se ha reducido el significado
de cada columna:
Exp: corresponde al nu´mero de experimento.
1..3: el nu´mero que define la etapa.
Bater´ıa: variacio´n de descarga de la bater´ıa.
Primer grupo corresponde a las notificaciones y el segundo al tiempo medio
entre avisos en minutos.
Exp 1 2 3 Total 1 2 3 Total Bater´ıa
1 19 11 8 38 3.6 5.2 5.3 4.7 4
2 5 2 5 12 10.3 11.8 11.3 11.13 1
3 14 6 10 30 5.3 5.12 5.89 5.43 3
4 28 14 18 70 0.81 1.1 1.05 1.8 12
5 4 0 0 4 5.20 - - 5.20 1
6 14 8 6 28 5.20 5.8 5.9 5.63 3
7 0 0 0 - - - - - x
8 23 24 10 57 0.9 1.28 0.9 1.17 20
9 23 25 12 60 0.92 1.08 1.15 1.06 17
10 31 30 13 74 1.09 1.51 1.21 1.12 15
Cuadro 7.13: Resumen de los resultados.
-Comentario del consumo de bater´ıa
Viendo cada una de las variaciones en la descarga de bater´ıa de la tabla
anterior, se ve claramente la diferencia entre los dos modos de ejecucio´n. En
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el servicio de segundo plano se obtiene una descarga ma´xima de 4 puntos, sin
contar el experimento 4, el cual hab´ıa una aplicacio´n externa ejecuta´ndose en
primer plano. Con esto quiero decir que, si inicialmente tenia un 90 % de bater´ıa,
al acabar el respectivo experimento ten´ıa 86 %, casi insignificante, y teniendo en
cuenta tambie´n la existencia de otras servicios ejecuta´ndose en segundo plano.
Por otra parte, vemos que la variacio´n ma´xima de bater´ıa en el primer plano
llega a los 20 puntos, algo normal, ya que la aplicacio´n ha estado consumiendo
muchos recursos del tele´fono. El consumo de la pantalla o de Internet podr´ıan ser
los recursos que ma´s hayan perjudicado a esta variacio´n de energ´ıa consumida.
Siendo sinceros, este apartado solamente nos da una visio´n de co´mo real-
mente consume un tele´fono cuando se encuentra con la pantalla encendida o
apagada. En nuestro caso, no es posible saber lo que realmente consume en s´ı
el sistema Geofence, ya que existen numerosos factores que afectan a la bater´ıa
del tele´fono mo´vil.
Conclusiones del comportamiento de Geofence
Los siguiente puntos son las diferentes conclusiones que se han extra´ıdo a
partir de la ejecucio´n de todos los experimentos.
Aunque llegue un timeout al servicio en segundo plano, este se despierta
justo unos minutos despue´s, sin afectar al comportamiento de Geofence.
Existencia de una primera notificacio´n en el momento de arrancar el ser-
vicio de Geofence, conteniendo una lista de todas las Geofences definidas
en la implementacio´n software con una notificacio´n de EXIT. Si se da el
caso de que en ese momento ya esta´s dentro de una, dicha Geofence no se
encuentra en la lista anterior, y sera´ notificada con un ENTER.
El incremento o descenso de los radios de Geofence no aporta informacio´n
adicional, solamente obtiene ma´s avisos:
• Para el incremento, obtienes transiciones de DWELL, ya que tardas
algo ma´s de 5 minutos en cruzar una Geofence.
• Para la disminucio´n, obtienes los EXITs separados de los ENTERs
siguientes. Esto pasa porque cuando Geofence se da cuenta de que
has salido de una a´rea, en ese momento no te encuentra dentro de
ninguna Geofence.
El tiempo entre avisos de Geofences se encuentra de media en poco ma´s de
5 minutos. Siempre y cuando no tengas un factor externo que te solicite
ubicacio´n. Es el caso de utilizar una aplicacio´n como Google Maps2 en
primer plano, en ese caso el tiempo medio es de 1 minuto.
2https://www.google.com/maps
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Cuando a Geofence le llega una actualizacio´n de ubicacio´n, comprueba que
Geofences tiene guardadas como un ENTER sin au´n notificar un EXIT.
Si dicha ubicacio´n no esta fuera del radio de esas Geofence, no avisa a
la aplicacio´n, si es el caso de que esta´ fuera, despierta a la aplicacio´n
notificando un EXIT. Adema´s, si esta nueva ubicacio´n se encuentra dentro
de otras Geofence, se notificara´ juntamente con los EXITs anteriores.
Estableciendo el GPS en modo bater´ıa, no afecta al comportamiento de
Geofence, cuando este se ejecuta en segundo plano.
Con bater´ıa baja, Geofence solamente funciona al principio de recorrido.
Cuando el servicio de segundo plano recibe el timeout del sistema opera-
tivo despue´s de 10 minutos, este no vuelve a despertar.
Aunque se haya definido Fused Location como proveedor de ubicacio´n
dentro del servicio de segundo plano, Geofence solamente puede obtener su
ubicacio´n pasados 30 minutos, tal y como esta´ definido en la configuracio´n
del proveedor.
Parece que Geofence tiene definido en su estructura un proveedor de ubica-
cio´n que solamente proporciona una actualizacio´n de ubicacio´n al sistema
si:
• Han pasado 5 minutos de la anterior actualizacio´n de ubicacio´n.
• Otra aplicacio´n se encuentra solicitando actualizaciones de ubicacio´n.
Estas actualizaciones son recogidas por Geofence, y este es capaz de
ver si hay que notificar o no a la aplicacio´n, dependiendo de si se ha
producido una transicio´n.
En un 95 % de notificaciones el proveedor es Fused Location. Todas las
notificaciones restantes corresponden al GPS como proveedor, mostrando
as´ı diferentes datos como la velocidad que se iba o altitud en la que te
encuentras.
Despue´s de dos horas de ejecucio´n sin notificar ninguna transicio´n, parece






Una vez conocidos los distintos comportamientos de las Geofences a partir de
los ana´lisis de experimentos en el cap´ıtulo anterior, es el momento de desarrollar
un algoritmo capaz de rastrear un tele´fono mo´vil con Android.
El algoritmo desarrollado en este cap´ıtulo, es capaz de rastrear cualquier
tele´fono, siempre y cuando el usuario haya pulsado un boto´n de START, o abra
la notificacio´n que llega desde los servicios de Firebase de Push Notification.
Cabe recordar que, para utilizar este algoritmo se debe quitar la restric-
cio´n de ubicacio´n en segundo plano del tele´fono mo´vil, sino la implementacio´n
software no sera´ capaz de notificar, haciendo que no funcione correctamente.
8.2. Objetivos
Los principales objetivos para cumplir el desarrollo de esta seccio´n, y as´ı
acabar el Treball de Final de Grau, son los siguientes:
Desarrollo de un algoritmo de rastreo basado en Geofences dina´micas.
• El algoritmo debe ser capaz de rastrear incluso cuando el dispositi-
vo mo´vil se encuentre a velocidades moderadas, como por ejemplo,
mientras se nos movemos en coche por la ciudad.






Firebase es una combinacio´n de numerosos servicios de Google que incluye
mensajer´ıa instanta´nea, autenticacio´n de usuarios, bases de datos en tiempo
real, almacenamiento, etc.
Firebase contiene numerosas ventajas, como por ejemplo, la ausencia de
mantenimiento de las ma´quinas, virtualizacio´n del estado de cada instancia y
la posibilidad de configuracio´n a trave´s de su plataforma web. Aparte de esto,
para gestionar cualquier de los servicios anteriores, Firebase contiene una gran
cantidad de documentacio´n disponible de forma pu´blica, do´nde lo explica con
ejemplos y tutoriales visuales.
Firebase contiene planes de precio, pero, el servicio que se utilizara´ en este
proyecto se ofrece de manera totalmente gratuita.
Figura 8.1: Logotipo de Firebase.
En nuestro caso, utilizaremos un servicio para enviar un Push Notification
que proporciona Firebase llamado Firebase Cloud Messaging.
Firebase Cloud Messaging
Firebase Cloud Messaging permite notificar a aplicaciones mo´viles instaladas
en un dispositivo en tiempo real. Por ejemplo, puede enviar informacio´n sobre
una nueva actualizacio´n de una aplicacio´n y al pulsar se actualiza so´lo o notifi-
caciones para enviar mensajes de publicidad para que compres algu´n producto,
como por ejemplo lo que hacen Amazon1 y Aliexpress2.
Con FCM, se puede enviar dos tipos de mensajes a los clientes [43]:
Mensajes de notificacio´n: Muestran automa´ticamente la notificacio´n en





Figura 8.2: Push notification Firebase Cloud Messaging. Recuperado de:
notificacio´n cuando la aplicacio´n se encuentra en primer plano, y sino, se
presenta en la barra de notificaciones del tele´fono mo´vil.
Mensajes de datos: Te llegan directamente a la aplicacio´n, sin que se des-
pliegue una notificacio´n. Este tipo de mensajes pueden configurarse para
que le lleguen directamente al servicio de segundo plano, pero FCM no
puede enviar mensajes a aplicaciones donde se encuentre configurado la
restriccio´n de segundo plano [44]. Encontramos el mismo problema duran-
te la implementacio´n de Geofence.
Para este proyecto se utilizara´n los mensajes de notificacio´n, ya que son los
u´nicos que te Firebase te deja hacer desde su consola web. El motivo de la no
utilizar el tipo de mensajes de datos, es por que no se pueden enviar directamente
desde la consola web de Firebase, sino que necesitas un servidor que se conecte
a partir de un token con la plataforma, y e´ste env´ıe el mensaje al dispositivo.
Esto es algo que no se ten´ıa como objetivo en el proyecto, y es por eso que al
final nos decantamos por Push Notification con mensajes de notificaciones.
8.4. Desarrollo
8.4.1. Definicio´n de la estrategia
Primeramente, para poder desarrollar el algoritmo de rastreo, necesitamos
seguir una estrategia basada en los diferentes comportamientos de Geofences
explicados en el apartado anterior.
Como hemos visto, el tiempo medio entre notificaciones no llega a unos
5 minutos, eso quiere decir que una persona puede andar 330 metros sin ser
notificado por Geofence, suponiendo que la velocidad de una persona son 4km/h.
Con otras palabras, necesitamos hasta 3 Geofences de 100 metros de radio en
l´ınea recta para que pueda llegar la segunda notificacio´n. Dicho esto suena fa´cil,
pero en el caso de un coche que va a unos 50 km/h por ciudad, puede llegar a
recorrer hasta 4.2 kilo´metros, es decir, un total de 21 Geofence en l´ınea recta
para que salte la notificacio´n.
Con el razonamiento anterior, funcionar´ıa bien si fue´ramos siempre a la mis-
ma direccio´n, pero tanto un coche como una persona puede cambiar su direccio´n
en cualquier momento. Es por eso que se propone un algoritmo, el cual dibuje 3
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niveles en forma de cuadrado, donde su conjunto forma un Grid. Entonces, de-
finimos como Grid el conjunto de Geofences reparativas en un espacio cuadrado
formado por distintos niveles. El nivel del Grid marcara´ el radio de las Geofen-
ces, es decir, el per´ımetro total del Grid. Cuanto menor sea el nivel, menor sera´
el radio.
En nuestro caso hemos decidido formar 3 niveles de Grid, donde cada nivel
esta´ formado por 9 Geofences formando un cuadrado. Dicho cuadrado ocupa el
mismo espacio que el nivel de Grid superior. Ver en la imagen 8.9.
Funcionamiento del algoritmo
El proceso en segundo plano, que implementa las Geofences dina´micas, em-
pieza cuando el usuario pulsa la notificacio´n proveniente de Push Notificaction
de Firebase. En ese momento, se ejecuta una parte de co´digo que crea un ser-
vicio en segundo plano, y hace un peticio´n de ubicacio´n para poder centrar
inicialmente todo el Grid.
Una vez centrado el Grid, el servicio Geofence empezara´ notificando todas las
transiciones que pueda. Sin embargo, cuando se de´ el caso de que la transicio´n
se produzca fuera del primer nivel del Grid, se volvera´ a centrar todo e´l en la
ubicacio´n dada por dicha notificacio´n.
El objetivo de la presencia de diversos niveles es tener siempre al usuario
en el primero, es decir, siempre debe ser rastreable cuando se encuentre en el
centro de todo el Grid, y si sale de e´ste, obtener una notificacio´n del otro nivel
para poder mover todos los centros de los niveles del Grid a la localizacio´n de
la notificacio´n.
Aparte de esto, se ha aprovechado que las Geofences se sobrescriben por
nombre. Cada vez que se forma un nuevo Grid, solamente hace falta an˜adir las
nuevas Geofences, ya que son las mismas pero solamente cambiando su latitud
y longitud.
8.4.2. Algoritmo de rastreo
A continuacio´n, se muestra cada nivel de Grid y como se calcula todas las
ubicaciones de cada Geofences segu´n su nivel, dada la fo´rmula de Haversine3.
Adema´s, destacar que cada nivel va encima de otro, es decir, tienen el mismo
centro de origen.
Nivel 1 del Grid
Como se ve en la imagen, el nivel 1 es la u´nica configuracio´n que no de-




notificaciones para saber do´nde esta´ el usuario en cada momento.
Figura 8.3: Nivel 1 del Grid.
A continuacio´n, se muestra el fragmento de co´digo que calcula cada latitud
y longitud de cada Geofence del primer nivel.
1 // offsets in meters
2 Double dn = 150.0;
3 Double de = 150.0;
4
5 // Coordinate offsets in radians
6 Double dLat = dn/EARTHRATIO;
7 Double dLon = de/( EARTHRATIO*Math.cos(Math.PI*ini_lat /180.0));
8
9 int x = 0;
10 int y = 0;
11 for (int i = -1; i <= 1; ++i){
12 for (int j = -1; j <= 1; ++j) {
13 double lat = ini_lat + i*dLat * 180/ Math.PI;
14 double lon = ini_lon + j*dLon * 180/ Math.PI;
15 this.addGeofence(lat ,lon ,"Grid" + x + y + '0', 100);
16 Log.d("Geofence",lat + "," + lon + ",Grid" + x + y + "0,100");
17 y = y + 1;
18 }
19 y = 0;
20 x = x +1;
21 }
Como se aprecia en el fragmento de co´digo anterior, el radio de cada a´rea es
de 100 metros, formando un per´ımetro aproximado de 2400 metros. Si el usuario
se encuentra en el centro, situacio´n inicial de la aplicacio´n, tenemos un margen
de maniobra de 1 km en cualquier direccio´n.
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Nivel 2 del Grid
La siguiente imagen muestra el segundo nivel del Grid, el cual ahora s´ı que se
aprecian los espacios en blanco entre las diferentes a´reas de Geofence. El hueco
libre que hay entre las Geofence en principio no afecta al correcto funcionamiento
del algoritmo, ya que siempre nos llegara´ el EXIT del primer nivel o el ENTER
de alguna Geofences del segundo nivel.
Figura 8.4: Nivel 2 del Grid.
Cuando se da una notificacio´n de transicio´n en este nivel se mueven los
centros de cada nivel, a la ubicacio´n dada por la notificacio´n.
A continuacio´n, se muestra el fragmento de co´digo que crea el segundo nivel
del Grid a construir.
1 // offsets in meters
2 dn = 600.0;
3 de = 600.0;
4 // Coordinate offsets in radians
5 dLat = dn/EARTHRATIO;
6 dLon = de/( EARTHRATIO*Math.cos(Math.PI*ini_lat /180.0));
7
8 x = 0;
9 y = 0;
10 for (int i = -1; i <= 1; ++i){
11 for (int j = -1; j <= 1; ++j) {
12 double lat = ini_lat + i*dLat * 180/ Math.PI;
13 double lon = ini_lon + j*dLon * 180/ Math.PI;
14 this.addGeofence(lat ,lon ,"Grid" + x + y + '1', 320);
15 Log.d("Geofence",lat + "," + lon + ",Grid" + x + y + "1,320");
16 y = y + 1;
17 }
18 y = 0;




En este caso, cada una de las Geofences esta´n construidas con un radio de 320
metros. Eso quiere decir que forman un recta´ngulo de per´ımetro de 7680 metros.
Y pensando en el caso inicial, la aplicacio´n tiene un margen de maniobra de 960
metros en todas las direcciones cuando el usuario se encuentra en el centro del
Grid. Entonces, para crear un nuevo Grid, el usuario debe recorrer como mı´nimo
1km.
Nivel 3 del Grid
En este nivel se aprecia el gran per´ımetro que contiene, ya que las Geofences
esta´n definidas con un radio de 1250 metros. Eso quiere decir que en caso inicial,
el usuario en el centro tendra´ un margen de notificacio´n de 3750 metros.
Figura 8.5: Nivel 3 del Grid.
Grid con todos los niveles
A continuacio´n se muestra el Grid con todos los niveles juntos.
Destacar lo pequen˜o que es el nivel 1 del Grid en comparacio´n con el nivel
3. Por otra parte, la presencia de espacios en blanco en el nivel 3, podr´ıa ser un
problema para este algoritmo, siempre y cuando no haya una notificacio´n EXIT
de cualquier Geofence del nivel 2.
8.4.3. Experimentos efectuados
En esta seccio´n se han definido 3 tipos de experimentos, diferenciados por
la velocidad de movimiento del tele´fono mo´vil: andando, corriendo y en coche.
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Figura 8.6: Grid con todos los niveles.
Como se ha comentado anteriormente, el margen de maniobra, teniendo
al usuario en el centro, es en total de 3750m. Eso quiere decir que, si una
notificacio´n se lanza cada 5 minutos, el usuario debe ir a casi 45km/h. Esta
velocidad un coche la sobrepasa, pero realmente nuestro algoritmo se volver´ıa a
centrar en el caso que se notifique algu´n EXIT del nivel 1 del Grid
A continuacio´n se muestran los resultados de cada uno de los experimentos
efectuados con la aplicacio´n de rastreo. Recordar que, la ejecucio´n de esta apli-
cacio´n se hace mediante un Push Notification proveniente de Firebase, siempre
y cuando el usuario pulse dicha notificacio´n.
Trayecto andando
Solamente viendo el camino del resultado de las diferentes notificaciones,
podemos deducir que es el mismo trayecto que los experimentos de las Geofences
esta´ticas.
El resultado de este experimento es muy satisfactorio, ya que es capaz de
rastrear el dispositivo mo´vil perfectamente sin saber el camino que iba a hacer
cuando se inicio´ la aplicacio´n. Incluso estos resultados son mejores que algunos
de los experimentos del cap´ıtulo anterior.
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Figura 8.7: Rastreo andando .
Trayecto corriendo
Si medimos la velocidad de una persona corriendo, en media una persona
puede ir de 8 a 10 km/h, eso quiere decir que, en 5 minutos puede recorrer
hasta 833 metros. En un intervalo de 5 a 10 minutos, puede salir del primer
nivel, haciendo que se vuelva a construir todo el Grid. Pero esto solamente
ocurrir´ıa si la persona fuera siempre en l´ınea recta.
Figura 8.8: Rastreo corriendo.
Durante este recorrido solamente se salio´ 3 veces del nivel 1, y parece bas-
tante lo´gico viendo el mapa que tenemos, ya que, el punto de puesta en marcha
es el que se encuentra ma´s abajo de la imagen. Adema´s, se puede apreciar la
diferencia de 3 zonas de notificacio´n, la inferior, es decir la inicial, el izquier-
do, que solamente tenemos dos notificaciones y el derecho que contiene ma´s
notificaciones.
Mirando los diferentes registros del sistema, se puede ver que cada una de




El resultado de este experimento es bastante sorprendente, ya que pra´ctica-
mente se ha conseguido rastrear la trayectoria de un coche a la perfeccio´n.
A continuacio´n se muestra el resultado del trayecto en coche:
Figura 8.9: Rastreo en coche.
Aunque hay momentos en el que el coche puede llegar hasta a 80km/h en la
ronda de Barcelona, se observa que igualmente se han producido transiciones,
ya que nunca ha salido del Grid definido. Si el trayecto fuera siempre en l´ınea
recta, se podr´ıa dudar de su eficacia, ya que el recorrido hecho durante 5 o 10
minutos ser´ıa ma´s grande que el radio de todo el Grid.
8.4.4. Push Notification
Como se ha dicho en el apartado de recursos, Push notification se imple-
menta a partir del servicio proporcionado por Firebase, llamado Firebase Cloud
Messaging.
A continuacio´n, se muestra el fragmento de co´digo donde se recibe la notifi-
cacio´n en caso de que la aplicacio´n este´ en primer plano:
1 @Override
2 public void onMessageReceived(RemoteMessage remoteMessage) {
3
4 Log.d(TAG , "From: " + remoteMessage.getFrom ());
5 // Check if message contains a notification payload.
6 if (remoteMessage.getNotification () != null) {





9 // Check if message contains a data payload.
10 if (remoteMessage.getData ().size() > 0) {
11 for (String key : remoteMessage.getData ().keySet ()) {
12 if (key.equals("dynamicGeofence")) {
13 if (remoteMessage.getData ().get(key).equals("run 1")) {
14 Boolean ok = Constants.set_Geofence_strategy("
overlapping");
15 if (ok) scheduleJob ();
16 }
17 if (remoteMessage.getData ().get(key).equals("run 2")) {
18 Boolean ok = Constants.set_Geofence_strategy("
separated");
19 if (ok) scheduleJob ();
20 }






27 sendNotification(remoteMessage.getNotification ().getBody ());
28 }
Cuando la aplicacio´n se esta´ ejecutando en primer plano, la notificacio´n Push
no llega a la barra de notificaciones del tele´fono mo´vil, sino que se ejecuta direc-
tamente onMessageReceived de la clase FirebaseMessagingService, donde tienes
que ser tu´ quien cree la notificacio´n y la ponga en la barra de notificaciones.
Pocas veces te llega una notificacio´n de una aplicacio´n justo en el momento
que se encuentra en primer plano ejecuta´ndose. En la situacio´n que la aplicacio´n
estuviera apagada, lo ma´s comu´n ser´ıa recibir una notificacio´n en la barra de
notificaciones del tele´fono mo´vil, y cuando el usuario pulsara encima se abrir´ıa
la aplicacio´n ejecutando la funcio´n onCreate() de la clase MainActivity. Es en
ese momento que se debe mirar si se recibe un Intent y ver que´ mensaje contiene.
Este caso se muestra en el fragmento de co´digo siguiente.
1 if (getIntent ().getExtras () != null) {
2 for (String key : getIntent ().getExtras ().keySet ()) {
3 if (key.equals("dynamicGeofence")) {
4 if (getIntent ().getExtras ().getString(key).equals("run")) {
5 scheduleJob ();
6 }
7 if (getIntent ().getExtras ().getString(key).equals("stop")) {
8 try {
9 cancel ();







Como se puede observar en los dos extractos anteriores de co´digo, el compor-
tamiento de la aplicacio´n dependera´ del contenido del mensaje que lleva la
notificacio´n, en forma de clave y valor.
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Si llega la llave ’run’, la aplicacio´n crea el servicio en segundo plano el cual
construira´ el servicio Geofence.
En el caso que llegue la llave ’stop’, cancelara´ el servicio en segundo plano,
destruyendo as´ı el servicio Geofence.
Adema´s, antes de recibir la notificacio´n, se debe an˜adir el Listener para
poderse conectar con Firebase, obteniendo la instancia de FirebaseMessaging.
Se presenta a continuacio´n el fragmento de co´digo.
1 FirebaseMessaging.getInstance ().subscribeToTopic("dynamicGeofence")
2 .addOnCompleteListener(new OnCompleteListener <Void >() {
3 @Override
4 public void onComplete(@NonNull Task <Void > task) {
5 String msg = "Succesfull";
6 if (!task.isSuccessful ()) {
7 msg = "Failed";
8 }
9 Log.d("Firebase Instance", msg);
10 }
11 });
Firebase Cloud Messaging es capaz de enviar el mensaje de dos formas: Direc-
tamente a un dispositivo f´ısico, sabiendo su token e instancia de la aplicacio´n,
o directamente a todos los dispositivos suscritos a un tema.
Como se puede ver en el extracto anterior, la aplicacio´n instalada esta´ sus-
crita al tema Geofence. Con esta configuracio´n, cada vez que Firebase env´ıe
una notificacio´n, podra´ llegar a cualquier tele´fono que tenga esta aplicacio´n ins-
talada, por el simple hecho de estar suscrito a Geofence, y como hemos visto
anteriormente, consultara´ que´ mensaje contiene para ver que´ hacer en cada caso.
8.5. Ana´lisis de los Resultados
En este cap´ıtulo, se ha creado un algoritmo capaz de rastrear un dispositivo
mo´vil a partir de pulsar una notificacio´n Push Notification. Adema´s, presenta
las siguientes caracter´ısticas:
Rastrear un tele´fono mo´vil Android en cualquier situacio´n, siempre y cuan-
do se encuentre dentro de una ciudad.
El algoritmo se inicia cuando el usuario deshabilita la restriccio´n de ubi-
cacio´n en segundo plano en el tele´fono mo´vil.
Aparte de todo esto, hemos visto por primera vez en documentacio´n oficial
la afirmacio´n de que, una tecnolog´ıa no funciona con la restriccio´n de segundo
plano habilitada, es el caso de la implementacio´n de FCM en Android enviando
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mensajes de datos a servicios en segundo plano. Ma´s informacio´n en https://
firebase.google.com/docs/cloud-messaging/android/send-multiple?hl=
es-419.
Visto todo esto y finalizando este cap´ıtulo, destacamos que se han cumplido
todos los objetivos esperados de esta seccio´n, definida como la capacidad de
rastrear un dispositivo mo´vil, y eso quiere decir que, se da por cerrado el Treball





Como se ha podido ver en detalle en los cap´ıtulos anteriores, el resultado
del proyecto ha sido muy positivo, alcanzando correctamente todos los objetivos
marcados al inicio de esta memoria.
Sin embargo, es necesario sen˜alar que, el objetivo marcado de la obtencio´n de
datos de localizacio´n en segundo plano, se ha visto afectado por las restricciones
tanto de Android como de las interfaces del fabricante. Dicho esto, nuestra
implementacio´n software solamente funcionaba cuando el usuario deshabilitaba
la restriccio´n de ubicacio´n en segundo plano. Esto es algo que hemos querido
controlar desde un principio, pero despue´s de muchas pruebas no hemos podido
conseguir una ejecucio´n correcta de ubicacio´n en segundo plano.
Por otra parte, cabe destacar que el inconveniente encontrado no ha hecho
que el proyecto siga adelante. Con la ejecucio´n de diferentes experimentos se
ha podido estudiar el comportamiento de Geofence delante de la definicio´n de
diferentes para´metros y factores. Adema´s, gracias a este estudio, se ha podido
disen˜ar un algoritmo basado en Geofence, capaz de rastrear un tele´fono mo´vil
cuando le llega un mensaje de Push Notification.
Finalmente, creo que este proyecto puede ser una herramienta muy u´til pa-
ra el grupo de investigacio´n donde actualmente trabajo, ya que estaban muy
interesados en experimentar co´mo realmente funcionan las Geofences bajo dis-
tintos escenarios, y as´ı poder hacer diversos art´ıculos de investigacio´n reflejando
este nuevo sistema tan novedoso como es Geofence.
9.1.1. Relacio´n con el grado
Con el desarrollo de este proyecto, se han intentado cubrir una gran parte
de las competencias trabajadas en el grado.
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9.1. CONCLUSIONES
Se ha disen˜ado una aplicacio´n software a partir de la elaboracio´n tanto de
diagramas UMl como de casos de uso, vistos en la asignatura de Bases de
Dades (BD) y a Enginieria del Software (IES).
Se han utilizado conocimientos adquiridos durante el desarrollo de una
aplicacio´n Android en la asignatura de Interaccio´ y Disseny d’Interf´ıcies
(IDI).
Gracias a la experiencia obtenida en Python en la asignatura de Compres-
sio´ de Dades i Imatges(CDI), se ha podido proceder a un buen tratamiento
de datos.
Tambie´n se han utilizado conocimientos adquiridos en la asigntura de In-
ternet mo´vil (IM) para poder caracterizar cada uno de los sistemas de
localizacio´n de Android y como estos obtienen una ubicacio´n.
Finalmente, durante la realizacio´n de este proyecto, se han trabajado las
competencias transversales de uso solvente de los recursos de la informa-
cio´n y aprendizaje auto´nomo. Ya que muchos conocimientos adquiridos
han sido fruto de diversos ana´lisis de la informacio´n encontrada, con el
fin de aprender nuevos me´todos y conocimientos para adaptarse a nuevas
situaciones.
9.1.2. Aspectos a contemplar en una segunda fase del pro-
yecto
A continuacio´n se presentan aspectos que se deber´ıan contemplar en una
segunda fase del proyecto:
Disponer de ma´s para´metros para analizar otros aspectos en el compor-
tamiento de Geofence. Por ejemplo analizar las diferentes prioridades del
proveedor de ubicacio´n o probar con diferentes valores en los intervalos
de obtencio´n de ubicacio´n. Esto no ha sido posible ya que el nu´mero de
experimentos se disipar´ıa quedando fuera de nuestro alcance.
En el ana´lisis de los datos de Geofence se deber´ıa dar un enfoque ma´s
en profundidad en todos los datos obtenidos, ya que se podr´ıan encontrar
otros estados que a simple vista no se apreciaban.
Analizar ma´s profundamente el tiempo de media en la obtencio´n de ubica-
cio´n en segundo plano en Geofence, puesto que siempre tiene un intervalo
medio de 5 minutos. Algo que contradice Google, ya que te dice que en





Personalmente, estoy muy contento con el resultado de este proyecto. Con
su realizacio´n me ha permitido poner en pra´ctica numerosos conocimientos ad-
quiridos durante la realizacio´n del grado, y adema´s, se han podido profundizar
temas vistos de manera muy superficial, como es el caso de la programacio´n en
Android.
Por otra parte, este trabajo me ha permitido conocer herramientas muy
interesantes para llevar a cabo un proyecto de caracter´ısticas similares, y que
probablemente podr´ıan ser muy u´tiles durante mi carrera profesional.
En u´ltimo lugar, la realizacio´n de este proyecto me ha hecho adquirir aspectos
a nivel personal muy positivos, tanto en conocimientos como en forma de encarar
diversas situaciones. Adema´s, quiero destacar que puedo estar muy orgulloso del
desenlace de este proyecto.
9.3. Propuestas para un Futuro
A continuacio´n, se detalla alguna propuesta de trabajos futuros a realizar a
partir de este proyecto:
Por el motivo de que no existen te´cnicas de rastreo basadas en Geofence,
se cree que durante el desarrollo del algoritmo de rastreo se deber´ıa ha-
ber hecho alguna versio´n ma´s para poder comparar diferentes resultados.
Por tema de planificacio´n, se ha decidido poner como propuesta para un
trabajo futuro.
Desarrollo de un algoritmo adaptativo capaz de encontrar puntos de intere´s
de las personas. Se ha pensado en un algoritmo que vaya disminuyendo el
taman˜o de las Geofences hasta encontrar puntos do´nde una persona pasa
la mayor´ıa del d´ıa. Por ejemplo, se podr´ıa saber la localizacio´n del lugar
en el que vive, lugar trabajo, etc.
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