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ABSTRAKSI 
SMA Pangudi Luhur Yogyakarta telah memiliki intranet untuk 
menunjang kegiatan belajar mengajar. Infrastruktur jaringan LAN sudah 
tersedia sejak 5 tahun terakhir. Selama kurun waktu tersebut staf IT belum 
mengetahui performasi jaringan yang ada, oleh karenanya penelitian ini 
dilakukan untuk mengetahui seberapa baik performansi infrastruktur 
jaringan LAN di SMA Pangudi Luhur Yogyakarta serta memberi 
rekomendasi untuk pengembangan di masa yang akan datang. 
Pengujian dilakukan dengan menggunakan aplikasi iperf untuk 
mengamati performansi jaringan LAN yang meliputi throughput, jitter, 
dan paket loss. Pengujian dilakukan dalam 1 VLAN dan antar VLAN. 
Pengujian ini diharapkan mampu membuktikan seberapa baik performansi 
jaringan LAN SMA Pangudi Luhur Yogyakarta. Sehingga dapat memberi 
rekomendasi untuk perencanaan pengembangan infrastruktur jaringan 
LAN di masa yang akan datang. 
 
(Kata Kunci : LAN, VLAN, Throughput, Jitter, Paket Loss) 
 
 
 
 
  
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
ix 
 
ABSTRACT 
 Pangudi Luhur Yogyakarta senior high school has had an intranet to 
support teaching and learning activities. LAN network infrastructure has been 
available since last 5 years. During that time IT staff do not know performasi 
existing network, therefore, this study was conducted to determine how well the 
performance in the LAN network infrastructure Pangudi Luhur Yogyakarta senior 
high school as well as provide recommendations on the development in the future. 
 Tests carried out using iperf application to observe the performance of 
the LAN network that includes throughput, jitter, and packet loss. Tests conducted 
in one VLAN and between VLANs. Testing is expected to be able to prove how 
good the LAN network performance Pangudi Luhur Yogyakarta senior high 
school. So as to give recommendation to the LAN network infrastructure 
development planning in the future . 
 
  
(Keywords : LAN , VLAN , throughput , Jitter , Packet Loss) 
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BAB I 
PENDAHULUAN 
 
1.1. Latar belakang 
Keberhasilan suatu sekolah ditentukan banyak faktor, salah satunya 
adalah adanya peningkatan kemampuan siswa. Peningkatan tersebut 
meliputi kemampuan yang dimiliki pada jurusannya juga nilai tambah 
ilmu yang didapat melalui media elektronik maupun fasilitas yang 
disediakan sekolah. Fasilitas tersebut seperti buku-buku di perpustakaan 
sekolah dan jaringan internet. 
Semua komputerisasi SMA Pangudi Luhur Yogyakarta telah 
terhubung dengan server yang berada di laboratorium komputer. Tempat 
yang terhubung meliputi ruang kelas, ruang guru, ruang bimbingan 
konseling, ruang komputer, dan ruang kepala sekolah. Disana 
menggunakan teknologi VLAN yang dirasa untuk menghemat switch. 
SMA Pangudi Luhur Yogyakarta menggunakan jaringan dengan 
topologi tree pada laboratorium komputer mereka. Penggunaan topologi 
tree memiliki keuntungan lebih mudah untuk identifikasi kesalahan dan 
isolasi. 
Dalam kasus ini, dilakukan pengujian intranet dari SMA Pangudi 
Luhur Yogyakarta, karena staf IT di SMA Pangudi Luhur Yogyakarta 
tidak mengetahui baik atau tidak intranet tersebut. Pengujian dimaksudkan 
seberapa layak intranet yang dimiliki SMA Pangudi Luhur Yogyakarta. 
Pengujian ini menggunakan aplikasi iperf dan dilakukan pengamatan. 
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Pengamatan meliputi jitter, packet loss dan throughput. Sehingga dapat 
ditarik kesimpulan dengan hasil pengamatan tersebut.   
1.2. Rumusan Masalah 
Sesuai latar belakang di atas, maka dapat dibuat rumusan masalah 
sebagai berikut staf IT SMA Pangudi Luhur Yogyakarta tidak mengetahui 
seberapa baik infrastruktur jaringan LAN yang ada.  
1.3. Metode Penelitian 
 Metode yang digunakan dalam penelitian ini, antara lain : 
1. Metode Survey 
 Melakukan survey di lapangan berkaitan dengan topologi fisik 
yang digunakan oleh SMA Pangudi Luhur Yogyakarta. 
2. Pengujian 
 Menguji Throughput, Jitter, dan Paket Loss pada lingkup intranet 
SMA Pangudi Luhur Yogyakarta dalam 1 VLAN 1 switch dan 1 VLAN 
beda switch dengan menggunakan perangkat lunak iperf yang diinstall 
pada komputer klien. 
3. Metode Analisis Data 
 Penulis menganalisa hasil penelitian yang telah didapat dengan 
melakukan perbandingan terhadap data dari beberapa pengambilan data 
dan mencari penyebab terjadinya perbedaan pada data tersebut. Dari hal-
hal tersebut dapat ditarik kesimpulan tentang kinerja jaringan intranet 
tersebut sudah baik atau belum, sehingga dapat memberikan saran jika 
ingin memperbaiki kinerja intranet. 
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1.4. Tujuan Penelitian 
Tujuan penelitian ini adalah mengetahui tentang performansi 
infrastruktur jaringan LAN SMA Pangudi Luhur Yogyakarta serta 
memberikan rekomendasi jaringan LAN yang baik. 
1.5. Manfaat Penelitian  
Manfaat dari penelitian ini adalah agar SMA Pangudi Luhur 
Yogyakarta dapat mengoptimalkan unjuk kerja jaringan LAN yang 
dimiliki dalam pelayanan belajar mengajar. 
1.6 Batasan Masalah 
Untuk menghindari pembahasan yang terlalu luas, penulis akan 
membatasi dalam penulisan dengan hal-hal berikut: 
1. Jaringan yang dibahas hanya LAN intranet SMA Pangudi Luhur 
Yogyakarta. 
2. Parameter yang diuji hanya mencakup Throughput, Jitter, dan Paket 
Loss pada jaringan LAN SMA Pangudi Luhur Yogyakarta. 
3. Pengujian menggunakan software Iperf. 
4. Pengujian dilakukan saat jam belajar mengajar berlangsung. 
5. Pengujian dilakukan selama enam hari. Pengambilan data dilakukan 
pada tiga jangka waktu yaitu pukul 07.00 WIB – 09.00 WIB, 09.00 
WIB – 11.00 WIB dan 11.00 WIB – 13.00 WIB. 
1.7 Sistematika Penulisan  
  Sistematika yang digunakan adalah sebagai berikut : 
BAB I PENDAHULUAN 
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Bab ini berisi tentang latar belakang penulisan tugas akhir, rumusan 
masalah, metodologi penelitian, tujuan penulisan, manfaat penelitian, 
batasan masalah dan sistematika penulisan. 
BAB II LANDASAN TEORI 
Bab ini menjelaskan tentang teori yang berkaitan dengan 
judul/rumusan masalah di tugas akhir. 
BAB III METODOLOGI 
Bab ini menjelaskan tentang topologi jaringan serta spesifikasi 
perangkat intranet dan metode pengambilan data. 
BAB IV DATA DAN ANALISIS KINERJA JARINGAN 
Bab ini berisi tentang pelaksanaan pengujian dan hasil pengujian. 
BAB V KESIMPULAN DAN SARAN 
Bab ini berisi kesimpulan atas analisa dan saran berdasarkan hasil 
yang telah dilaksanakan. 
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BAB II 
LANDASAN TEORI 
2.1 Switch 
Switch sebenarnya merupakan bridge yang mempunyai lebih 
banyak port sehingga apa yang dialami oleh bridge juga dialami oleh 
switch. 
Switch/Bridge akan mengirimkan paket data ke alamat tujuan 
secara pasti karena memiliki informasi alamat tujuannya, yaitu MAC 
address sehingga jika ada collision yang terjadi merupakan collision pada 
port-port yang sedang saling berkirim paket data. Misalnya ketika ada 
pengiriman paket data dari port A ke port B dan pada saat yang sama ada 
pengiriman paket data dari port C ke port D, maka tidak akan terjadi 
tabrakan (collision) karena alamat yang dituju berbeda dan tidak 
menggunakan jalur yang sama. Semakin banyak port yang tersedia pada 
switch, tidak akan mempengaruhi bandwidth yang tersedia untuk setiap 
port.  
Ketika paket data dikirimkan melalui salah satu port pada 
switch, maka pengiriman paket data tersebut tidak akan terlihat dan tidak 
terkirim ke setiap port lainnya sehingga masing-masing port mempunyai 
bandwidth yang penuh. Menggambarkannya sebagai berikut: 
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Gambar 2. 1 Gambaran jalur transfer data di switch
1
 
 
 
Dengan kata lain pengiriman data dari port A ke port B hanya 
akan terlihat oleh kedua port tersebut, hal ini digambarkan sebagai berikut  
: 
 
 
Gambar 2. 2 Pengiriman data melalui switch
2 
 
 
                                                          
1
 diambil dari jurnal google https://iwanbinanto.files.wordpress.com/2007/11/hubswitch.pdf 
2
 diambil dari jurnal google https://iwanbinanto.files.wordpress.com/2007/11/hubswitch.pdf 
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2.2. Router 
Router merupakan sebuah alat yang digunakan dalam sebuah 
jaringan untuk mengirimkan packet dari jaringan ke tujuannya. Merujuk 
pada model lapisan OSI, pada router akan terjadi proses routing yang 
terjadi pada layer 3. Router dapat digunakan untuk menghubungkan 
beberapa atau banyak jaringan kecil ke sebuah jaringan yang lebih besar, 
yang disebut dengan internetwork, atau untuk membagi sebuah jaringan 
besar ke dalam beberapa subnetwork atau jaringan yang lebih kecil untuk 
meningkatkan kinerja dan juga mempermudah pengaturannya. 
2.3. VLAN 
Suatu jaringan lokal dapat dibangun dengan menggunakan 
piranti jaringan yang berada pada satu broadcast domain. Suatu broadcast 
domain meliputi sekelompok piranti jaringan yang terhubung dalam suatu 
jaringan LAN yang mengirim frame broadcast, dan semua piranti lainnya 
dalam satu segment LAN yang sama akan menerima salinan frame 
broadcast tersebut. Berbeda dengan LAN, pada VLAN, segmentt jaringan 
diatur dengan menggunakan Switch LAN. Jika menggunakan VLAN 
dalam jaringan-jaringan yang mempunyai switch yang saling terhubung, 
VLAN trunking antar tiap switch diperlukan. VLAN menjadikan 
pengaturan lebih fleksibel dalam membuat sebuah VLAN yang 
menjadikan jaringan menjadi beberapa segmentt atau beberapa subnet 
yang dapat digunakan untuk mendefinisikan lokasi terpisah jaringan-
jaringan secara terstruktur.  
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Buku Iwan Sofana menyebutkan bahwa, VLAN disebut “mirip” 
dengan subnetwork karena tujuannya sama, yaitu membuat kelompok atau 
grup yang terdiri atas beberapa komputer atau perangkat jaringan. VLAN 
(Virtual Local Area Network) adalah suatu model jaringan yang tidak 
terbatas pada lokasi fisik seperti LAN, hal ini mengakibatkan suatu 
network dapat dikonfigurasi secara virtual tanpa harus menuruti lokasi 
fisik peralatan. Penggunaan VLAN akan membuat pengaturan jaringan 
menjadi sangat fleksibel karena dapat dibuat segment yang bergantung 
pada organisasi, tanpa bergantung lokasi workstations. Dengan kata lain 
VLAN mengurangi collision dan mempemudah menejemen network. 
 
Gambar 2. 3.Virtual Local Area Network 1
3 
Dua buah Switch membentuk dua broadcast domain berbeda, 
tanpa VLAN Secara alternatif, beberapa broadcast domain dapat dibuat 
dengan menggunakan sebuah switch tunggal. Seperti gambar diatas, 
gambar dibawah ini menunjukkan dua buah broadcast domain yang sama 
akan tetapi diimplementasikan sebagai dua VLAN yang berbeda pada 
sebuah switch tunggal. 
 
                                                          
3
 diambil dari 
http://library.binus.ac.id/eColls/eThesisdoc/Bab2HTML/2012101061IFBab2001/page13.html 
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Gambar 2. 4. Virtual Local Area Network 2
4
  
Beberapa broadcast domain dapat dibuat dengan menggunakan 
sebuah switch tunggal. Untuk sebuah jaringan LAN kecil misal dirumahan 
atau di kantoran, tidak ada alasan untuk membuat VLAN. Akan tetapi ada 
beberapa motivasi untuk membuat VLAN yang meliputi alasan berikut ini: 
1. Untuk mengelompokkan user berdasarkan departemen, atau 
mengelompokkan suatu group pekerja kolaborasi, dari pada berdasarkan 
lokasi. 
2.   Untuk menurangi overhead dengan membatasi ukuran broadcast domain 
3. Untuk menekankan keamanan yang lebih baik dengan menjaga piranti 
piranti sensitif terpisah kedalam suatu VLAN 
4. Untuk memisahkan traffic khusus dari traffic utama – misalkan    
memisahkan IP telefon kedalam VLAN khusus terpisah dari traffic user. 
2.3.1 Perbandingan VLAN dan LAN 
LAN (Local Area Network) yang memiliki arti sebuah jaringan 
komputer dimana sejumlah besar komputer dan perangkat peripheral lain 
terhubung ke dalam sebuah area geografis. Sedangkan VLAN merupakan 
implementasi dari subset pribadi LAN di mana komputer berinteraksi satu 
                                                          
4
 diambil dari 
http://library.binus.ac.id/eColls/eThesisdoc/Bab2HTML/2012101061IFBab2001/page14.html 
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sama lain seolah – olah mereka terhubung ke domain broadcast yang sama 
terlepas dari lokasi fisik mereka. Dari segi atribut LAN dan VLAN adalah 
sama, namun stasiun akhir selalu di gabungkan bersama – sama terlepas 
dari lokasinya. VLAN digunakan untuk membuat beberapa domain 
broadcast dalam switch. 
2.3.2 Keuntungan VLAN 
Salah satu keuntungan terbesar menggunakan VLAN adalah kita 
tidak harus menggunakan dua buah switch berbeda untuk jaringan yang 
berbeda. VLAN yang berbeda dapat dibuat untuk setiap segment hanya 
dengan menggunakan satu saklar besar. Misal beberapa user yang bekerja 
dalam sebuah perusahaan namun dengan lantai yang berbeda pada gedung 
yang sama dapat di hubungkan ke LAN yang sama secara virtual. Contoh 
gambar : 
 
Gambar 2. 5. Keuntungan VLAN tidak terikat lokasi fisik
5
  
                                                          
5
 diambil dari 
http://library.binus.ac.id/eColls/eThesisdoc/Bab2HTML/2012101061IFBab2001/page16.html 
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VLAN dapat membantu untuk meminimalkan traffic bila 
dibandingkan dengan LAN tradisional. Sebagai contoh, jika broadcast 
traffic akan digunakan untuk sepuluh user, mereka dapat ditempat pada 
sepuluh VLAN yang berbeda yang pada gilirannya akan mengurangi 
traffic itu sendiri. Penggunaan VLAN dari LAN tradisional dapat menurun 
kan biaya sebagaimana VLAN menghilangkan kebutuhan router yang 
mahal. 
Dengan VLAN, kebutuhan untuk router berkurang karena VLAN 
dapat membuat broadcast domain melalui switch bukan router, sementara 
pada LAN router yang memproses traffic masuk. Apabila dalam jaringan 
LAN memerlukan administrasi fisik sebagai lokasi perubahan user, 
kebutuhan recabling, mengatasi stasiun baru, yang akan memakan biaya 
dan waktu apabila terjadi konfigurasi ulang router dan hub dengan VLAN 
pekerjaan administratif tersebut dapat dihilangkan karena tidak adanya 
kebutuhan untuk menkonfigurasi ulang router. Selain itu, data yang 
disiarkan di VLAN lebih aman jika dibandingkan dengan LAN tradisional 
karena data sensitif hanya dapat di akses oleh user yang berada pada 
VLAN tersebut. 
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2.3.3. Keanggotaan VLAN 
Menurut buku dari Iwan Sofana jika dilihat dari sisi keanggotaan 
maka VLAN dapat dibagi menjadi dua, yaitu : 
1. Static VLAN 
Static VLAN merupakan tipe VLAN yang paling umum 
dan paling secure. Setiap anggota dari suatu VLAN ditentukan 
berdasarkan nomor port switch. Keanggotaan akan tetap selamanya 
seperti itu hingga kita menentukan lain. Biasanya dengan 
menindihkan kabel network ke port yang lain. Kadangkala static 
VLAN disebut sebagai port based VLAN. 
2. Dynamic VLAN 
Pada dynamic VLAN, keanggotaan akan ditentukan secara 
otomatis menggunakan software pada server pusat, yang disebut 
VLAN Management Policy Server (VMPS). Contoh software pada 
server pusat adalah CiscoWorks 2000. Dengan menggunakan 
VMPS, kita dapat menentukan anggota VLAN berdasarkan MAC 
address, protocol, dan subnet.  
2.4. Model TCP/IP 
Arsitektur protocol Transmission Control Protocol/Internet Protocol 
(TCP/IP) merupakan hasil dari penelitian protokol dan pengembangan 
dilakukan pada jaringan percobaan packet-switched, ARPANET, yang 
didanai DARPA, dan secara umum ditujukan sebagai satu set protokol 
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TCP/IP. Set protokol ini terdiri atas sekumpulan besar protokol yang telah 
diajukan sebagai standart internet oleh Internet Architectur Board (IAB). 
Model TCP/IP terdiri atas lima layer yaitu: 
1. Application Layer, merupakan layer program aplikasi yang 
menggunakan protokol TCP/IP. Beberapa diantaranya adalah: 
Telnet, FTP (File Transfer Protocol), SMTP (Simple Mail 
transport Protocol), SNMP (Simple Network Management 
Protocol), HTTP (Hypertext Transfer Protocol), DHCP (Dynamic 
Host Configuration Protocol) dan DNS (Domian Name System) . 
2. Transport Layer, berisi protokol yang bertanggung jawab untuk 
mengadakan komunikasi antar dua komputer. Pada layer ini 
terdiri atas dua protokol, yaitu: TCP (Transport Control Protocol) 
dan UDP (User Datagram Protocol). 
3. Internet Layer, berfungsi untuk menangani pergerakan paket data 
dalam jaringan dari komputer pengirim ke komputer tujuan. 
Protokol yang berada dalam fungsi ini antara lain: IP (Internet 
Protocol), ICMP (Internet Control Message Protocol), dan IGMP 
(Internet Group Management Protocol). 
4. Network Layer, merupakan layer paling bawah yang bertanggung 
jawab mengirim dan menerima data dari dan ke media fisik 
2.4.1. TCP (Transmision Control Protocol) 
TCP merupakan protokol yang berada pada layer transport dari 
layer TCP/IP. TCP adalah protokol yang bersifat byte stream, connection-
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oriented dan reliable dalam pengiriman data. TCP menggunakan 
komunikasi byte-stream, yang berarti bahwa data dinyatakan sebagai suatu 
urutan-urutan byte. Connecton-oriented berarti sebelum terjadi proses 
pertukaran data antar komputer terlebih dahulu harus dibentuk suatu 
hubungan. Hal ini dapat doanalogikan dengan proses pendialan nomor 
telepon dan akhirnya terbentuk hubungan. 
Kehandalan TCP dalam mengirimkan data didukung oleh 
mekanisme yang disebut Positive Acknowledgement with Re-transmission 
(PAR). Data yang dikirim dari layer aplikasi akan dipecah-pecah dalam 
bagian-bagian yang lebih kecil dan diberi nomor urut sebelum dikirim ke 
layer berikutnya. Unit data yang sudah dipecah-pecah tadi disebut 
segment. TCP selalu meminta konfirmasi setiap kali selesai mengirimkan 
data, apakah data tersebut sampai pada komputer tujuan dan tidak rusak. 
Jika data berhasil sampai tujuan, TCP akan mengirimkan data urutan 
berikutnya. Jika tidak berhasil, maka TCP akan melakukan pengiriman 
ulang urutan data yang hilang atau rusak tersebut. Dalam kenyataannya 
TCP menggunakan sebuah acknowledgement (ACK) sebagai suatu 
pemberitahuan antara komputer pengirim dan penerima. 
Proses pembuatan koneksi TCP disebut juga dengan Three-way 
Handshake . Tujuan metode ini adalah agar dapat melakukan sinkronisasi 
terhadap nomor urut dan nomor acknowledgement yang dikirimkan oleh 
kedua pihak dan saling bertukar ukuran TCP Window. Prosesnya dapat 
digambarkan sebagai berikut: 
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Gambar 2. 6 Proses Pembuatan koneksi TCP (Three-way Handshake
6 
 
Keterangan dari gambar 2.6 adalah sebagai berikut: 
1. Host pertama (yang ingin membuat koneksi) akan mengirimkan sebuah 
segment TCP dengan flag SYN diaktifkan kepada host kedua (yang 
hendak diajak untuk berkomunikasi). 
2. Host kedua akan meresponsnya dengan mengirimkan segment dengan 
acknowledgment dan juga SYN kepada host pertama. 
3. Host pertama selanjutnya akan mulai saling bertukar data dengan host 
kedua. TCP  menggunakan proses handshake yang sama untuk mengakhiri 
koneksi yang dibuat. Hal ini menjamin dua host yang sedang terkoneksi 
tersebut telah menyelesaikan proses transmisi data dan semua data yang 
ditransmisikan telah diterima dengan baik. Itulah sebabnya, mengapa TCP 
disebut dengan koneksi yang reliable. 
2.4.2. UDP (User Datagram Protocol) 
UDP merupakan protokol yang juga berada pada layer transport 
selain TCP. Protokol ini bersifat connectionless dan unreliable dalam 
pengiriman data. Connectionless berarti tidak diperlukannya suatu bentuk 
hubungan terlebih dahulu untuk mengirimkan data. Unreliable berarti 
pada protokol ini tidak dijamin akan sampai pada tujuan yang benar dan 
                                                          
6
 ) diambil dari https://id.wikipedia.org/wiki/Berkas:TCP_Three_Way_Handshake.png 
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dalam kondisi yang benar pula. Kehandalan pengiriman data pada protokol 
ini menjadi tanggung jawab dari program aplikasi pada layer diatasnya. 
Jika dibandingkan dengan TCP, UDP adalah protokol yang lebih 
sederhana dikarenakan proses yang ada didalamnya lebih sedikit. Dengan 
demikian aplikasi yang memanfaatkan UDP sebagai protokol transport 
dapat mengirimkan data tanpa melalui proses pembentukan koneksi 
terlebih dahulu. Hal ini pun terjadi pada saat mengakhiri suatu koneksi, 
sehingga dalam banyak hal proses yang terjadi sederhana dibanding jika 
mengirimkan data melalui protokol TCP.  
Protokol UDP akan melakukan fungsi multiplexing/demultiplexing 
seperti yang dilakukan protokol TCP, bila suatu program aplikasi akan 
memanfaatkan protokol UDP untuk mengirimkan informasi dengan 
menentukan nomor port pengirim (source port) dan nomor port penerima 
(destination port), kemudian menambahkan sedikit fungsi koreksi 
kesalahan lalu meneruskan segment yang terbentuk ke protokol layer 
internet. Pada layer Internet segment tersebut ditambahi informasi dalam 
bentuk datagram IP dan keudian ditentukan cara terbaik untuk 
mengantarkan segment tersebut ke sisi penerima. Jika segment tersebut 
tiba pada sisi penerima, protokol UDP menggunakan nomor port informasi 
IP pengirim dan penerima untuk mengantarkan data dalam segment ke 
proses program aplikasi yang sesuai. Beberapa hal yang harus diperhatikan 
jika suatu program aplikasi akan menggunakan protokol UDP sebagai 
protokol transport: 
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1) Tidak ada pembentukan koneksi. Protokol UDP hanya mengirim 
informasi tanpa melakukan proses sebelumnya. 
2) Tidak ada pengkondisian koneksi. Protokol UDP tidak melakukan 
penentuan kondisi koneksi seperti buffer kirim dan terima, kontrol 
kemacetan, nomor urutan segment, dan acknowledgement. 
3) Memiliki header kecil. Protokol UDP memiliki 8 byte header 
dibanding 20 header byte pada TCP. 
4) Tidak ada pengaturan laju pengiriman. Protokol UDP hanya 
menekankan kecepatan kirim dalam menghasilkan data, kemampuan 
kirim (berdasarkan CPU, waktu, dan lain-lain) dan bandwidth akses 
menuju Internet. Jika terjadi kemacetan jaringan, sisi penerima tidak 
perlu menerima seluruh data yang dikirim. Dengan demikian  
penerimaan data dibatasi oleh faktor kemacetan jaringan yang terjadi, 
walaupun pada sisi kirim tidak memperhatikannya. 
2.4.3. IP (Internet Protocol) 
IP merupakan protokol yang paling penting yang berada pada layer 
Internet TCP/IP. Semua protokol TCP/IP yang berasal dari layer atasnya 
mengirimkan data melalui protokol IP ini. Seluruh data harus dilewatkan, 
diolah oleh protokol IP dan dikirimkan sebagai datagram IP untuk sampai 
ke sisi penerima. Dalam melakukan pengiriman data, protokol IP ini 
bersifat unreliable, connectionless dan datagram delivery service.  
Unreliable berarti protokol IP tidak menjamin datagram yang 
dikirim pasti sampai ke tujuan. Protokol IP hanya melakukan cara terbaik 
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untuk menyampaikan datagram yang dikirim ke tujuan. Jika pada 
perjalanan datagram tersebut terjadi hal-hal yang tidak diinginkan 
(putusnya jalur, kemacetan, atau sisi penerima yang dituju sedang down), 
protokol IP hanya memberikan pemberitahuan pada sisi kirim kalau telah 
terjadi permasalahan pengiriman data ke tujuan melalui protokol ICMP. 
Connectionless berarti tidak melakukan pertukaran kontrol informasi 
(handshake) untuk membentuk koneksi sebelum mengirimkan data. 
Datagram delivery service berarti setiap datagram yang dikirim 
tidak tergantung pada datagram yang lainnya. Dengan demikian 
kedatangan datagram pun bisa jadi tidak berurutan. Metode ini dipakai 
untuk menjamin sampainya datagram ketujuannya, walaupun salah satu 
jalur menuju tujuan mengalami masalah. 
2.5. Parameter Quality of Service 
Quality of Service (QoS) didefinisikan sebagai suatu pengukuran 
tentang seberapa baik suatu jaringan dan merupakan suatu usaha untuk 
mendefinisikan karakteristik dan sifat dari suatu layanan.  Tujuan QoS 
adalah untuk memenuhi layanan yang berbeda yang menggunakan 
infrastruktur yang sama. 
Kinerja jaringan dapat bervariasi akibat dari beberapa masalah, 
seperti bandwith, delay, jitter, thoughput, dan packet loss yang dapat 
membuat efek yang cukup besar bagi beberapa aplikasi. Sebagai contoh 
adalah Video streaming dan VoIP. Beberapa alasan yang menyebabkan 
QoS penting adalah: 
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a. Memberikan prioritas terhadap aplikasi-aplikasi yang kritis. 
b. Memaksimalkan investasi jaringan. 
c. Merespon perubahan aliran trafik yang ada di jaringan. 
d. Meningkatkan performansi untuk aplikasi yang sensitif terhadap delay. 
1. Throughput 
Throughput adalah ukuran dari kecepatan dimana data dapat 
dikirim melewati jaringan dalam bps (bit per second). Kemampuan 
throughput dalam menopang hardware (perangkat keras) disebut dengan 
bandwidth. Ada kenyataanya, istilah bandwidth kadang-kadang digunakan 
sebagai sinonim dari throughput. Jika tp adalah Throughput, dz adalah 
ukuran data yang dikirim, dan t adalah waktu yang dibutuhkan, maka 
rumus untuk menentukan throughput adalah: 
Throughput = 
  
 
 
Adapun tabel untuk menunjukkan presentase packet loss untuk jaringan 
berdasarkan standar TIPHON (Telecommunications and Internet Protocol 
Harmonization Over Network) menurut Rahmad Saleh Lubis. 
Tabel 2. 1 Persentase Throughput 
 
 
 
 
 
 
Katagori 
Throughput 
Throughput 
Indeks 
Sangat Bagus 100 % 4 
Bagus 75 % 3 
Sedang 50 % 2 
Jelek < 25 % 1 
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2. Packet Loss 
Packet Loss merupakan parameter yang menunjukkan jumlah total 
paket yang hilang saat transmisi. Packet Loss diukur dalam persen (%). 
Paket dapat hilang karena disebabkan oleh collision pada jaringan. Jika 
terjadi congestion yang cukup lama, maka buffer akan penuh dan tidak 
bisa menampung data baru yang akan diterima, sehingga mengakibatkan 
paket selanjutnya hilang. Adapun tabel untuk menunjukkan presentase 
packet loss untuk jaringan berdasarkan standar TIPHON menurut Rahmad 
Saleh Lubis. 
Tabel 2. 2 Persentase packet loss  
 
 
 
 
 
 
Packet loss = 
  
  
      
Pd adalah jumlah paket yang mengalami hilang. Dan Ps adalah jumlah 
paket yang dikirim. 
3. Jitter 
Jitter merupakan variasi delay antar paket yang terjadi pada 
jaringan IP. Besarnya nilai jitter akan sangat dipengaruhi oleh variasi 
beban trafik dan besarnya tumbukan antar paket (congestion) yang ada 
dalam jaringan IP. Semakin besar beban trafik di dalam jaringan akan 
Katagori 
Degradasi 
Packet Loss 
Indeks 
Sangat Bagus 0 4 
Bagus 3% 3 
Sedang 15% 2 
Jelek 25% 1 
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menyebabkan semakin besar pula peluang terjadinya congestion dengan 
demikian nilai jitte akan semakin besar. Semakin besar nilai jitter akan 
mengakibatkan nilai QoS akan semakin turun. Untuk mendapatkan nilai 
QoS jaringan yang baik, nilai jitter harus dijaga seminimum mungkin. 
Terdapat empat kategori penurunan performansi jaringan berdasarkan nilai 
peak jitter sesuai dengan versi TIPHON menurut Rahmad Saleh Lubis  
yaitu : 
Tabel 2. 3 Tabel Standar jitter 
 
 
 
 
 
2.5.1.  Komponen Pengujian 
1. Iperf 
Iperf merupakan program yang berfungsi untuk menghasilkan paket 
secara otomatis. Paket yang dapat dihasilkan oleh Iperf adalah paket TCP dan 
UDP. Program Iperf dijalankan di ujung-ujung jaringan yang akan diukur 
performanya. 
1. TCP 
Setelah menjalankan Iperf dengan mengirimkan paket TCP maka 
didapatkan output seperti pada gambar. Throughput jaringan dapat 
dilihat pada kolom bandwidth. 
Kategori 
Degradasi 
Peak Jitter 
Indeks 
Sangat Bagus 0 ms 4 
Bagus 0 s/d 75 ms 3 
Sedang 75 s/d 125 ms 2 
Jelek 125 s/d 225 ms 1 
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Gambar 2. 7 Output TCP 
2. UDP 
Setelah menjalankan Iperf dengan mengirimkan paket UDP maka 
didapatkan output seperti pada gambar. Pada pengukuran dengan paket 
UDP didapatkan data jitter dan packet loss. 
 
Gambar 2. 8 Output UDP 
2.6. Hierarkial Network 
Menurut Cisco System (2007, CCNA Exploration 3), ketika 
membangun sebuah jaringan LAN yang memenuhi kebutuhan sebuah bisnis 
kecil atau menengah, perencanaan akan lebih mungkin lebih berhasil jika 
model jaringan yang digunakan secara hierarki. Dibandungkan desain 
jaringan yang lain, jaringan hierarki lebih mudah untuk dikelola dan 
dikembangkan dan juga dapat mengatasi masalah lebih cepat. 
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Desain jaringan hierarkial melibatkan pembagian jaringan ke dalam 
layer yang berlainan. Setiap layer menyediakan fungsi yang spesifik bahwa 
layer didefinisikan perannya di keseluruhan jaringan. Dengan memisahkan 
berbagai fungsi yang ada dalam jaringan, desain jaringan menjadi modular, 
dengan kemampuan dalam hal scalability dan performa. Tipe dari desain 
hierarki adalah memecah jaringan menjadi tiga layer, yaitu : 
1. Core Layer 
Core Layer dari desain hierarkial adalah sebagai tulang punggung 
dengan kecepatan tinggi dalam internetwork. Core Layer sangat critical 
dalam interkoneksi diantara perangkat layer distribusi, jadi penting bagi 
Core Layer ada dan berlebih. Area core juga terhubung dengan sumber 
internet (WAN). Area core merupakan kumpulan lalu lintas dari perangkat 
lapisan distribusi, jadi core harus mampu  meneruskan sejumlah data yang 
banyak dengan cepat. 
2. Distribution Layer 
Kumpulan  layer distribusi menerima data dari switch akses layer 
sebelum data ditansmisikan menuju layer utama untuk routing ke tujuan 
akhir. Layer distribusi mengendalikan lalu lintas jaringan dengan 
menggunakan kebijakan dan menggambarkan broadcast domain dengan 
menampilkan fundi routing antra lain VLAN yang didefinisikan pada 
layer. VLAN mengizinkan segmenttasi lalu lintas switch menjadi beberapa 
subnetwork yang terpisah. Contohnya pemisahan lalu lintas dengan VLAN 
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yang dibuat. Kinerja perangkatnya tinggi , ketersediaannya tinggi dan 
menjamin redudansi keandalan. 
3. Access Layer 
Tampilan access layer berhubungan langsung dengan end device 
misalnya PC, printer dan IP. Penyedia akses menuju sisa jaringan yang 
ada. Tujuan utama dari akses layer adalah menyediakan sarana untuk 
menghubungkan alat ke jaringan dan mengendalikan mana saja perangkat 
yang diijinkan untuk berkomunikasi di jaringan. 
 
Gambar 2. 9 Hierarkial Network Core, Distribusi, dan Akses diambil dari CISCO 
Hierarki memiliki keuntungan yaitu : 
1. Scalability : jaringan hierarki dapat diperluas/dikembangkan secara lebih 
mudah 
2. Redundancy : menjamin ketersediaan jalur pada level core dan distribution 
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3. Performance :  performa switch pada layer core dan distribution lebih 
handal (link aggregation) 
4. Security : port keamanan pada level akses dan aturan pada level distribution 
membuat jaringan lebih aman 
5. Manageability : konsistensi antar switch pada tiap level membuat 
manajemen menjadi lebih mudah 
6. Maintainability : modularitas desain hirarki mengijinkan jaringan dibagi-
bagi tanpa menambah kerumitan 
Prinsip desain jaringan hierarki : 
1. Network Diameter  : jumlah switch dalam suatu jalur pengiriman antara 
dua titik device 
2. Bandwidth Aggregation : bagaimana mengimplementasikan kombinasi 
beberapa jalur diantara dua switch ke dalam satu logical link 
3. Redundant Links : digunakan untuk menjamin ketersediaan                     
jaringan melalui beberapa jalur yang mungkin 
2.7. Tujuan Paket Data 
Berdasarkan dari tujuan paket data di jaringan komputer, paket terbagi 
menjadi 3 jenis, yaitu : 
2.7.1. Broadcast 
Broadcast pada jaringan komputer, merupakan jenis paket 
yang berasal dari satu titik dan menuju semua titik yang berada 
pada jaringan tersebut. 
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1.a.  Broadcast Domain 
Broadcast domain di definisikan sebagai semua 
device / perangkat yang dapat mendengar sinyal yang 
berasal dari perangkat network tertentu (yang satu segment). 
2.7.2. Unicast 
Unicast merupakan jenis paket yang memiliki tujuan hanya 
satu titik yang lain (titik bisa berarti komputer atau yang lain nya). 
2.7.3. Multicast 
Multicast merupakan jenis paket yang berasal dari satu buah 
titik dan bertujuan ke sebuah alamat khusus, dimana alamat khusus 
ini dapat didengarkan oleh titik-titik lain di jaringan yang 
berkepentingan untuk mendengarkan nya. 
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BAB III 
METODOLOGI PENELITIAN 
3.1 Langkah Penelitian 
 Penulis akan memakai beberapa langkah penelitian, Adapun diagram alur 
penelitian sebagai berikut 
Mulai
Pemetaan 1 vlan 
dalam 1 switch dan 
1 vlan antar switch
Pengukuruan UDP 
untuk 
mendapatkan jitter 
dan paket lost
Pengukuran TCP 
untuk 
mendapatkan 
Throughput
Pengujian 
Selesai
Analisis Data
Kesimpulan 
dan Saran
Selesai
YA
TIDAK
 
Gambar 3. 1 Alur Pengujian 
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3.2 Survey Lokasi  
  Langkah pertama yang dilakukan pada penelitian ini adalah mencari 
masalah yang sedang di hadapi. Untuk itu, yang dilakukan adalah mewawancarai 
staf IT SMA Pangudi Luhur Yogyakarta yang mengetahui fasilitas intranet di 
SMA Pangudi Luhur Yogyakarta.  
  Setelah mengetahui permasalahan yang dihadapi pengguna di SMA 
Pangudi Luhur Yogyakarta, langkah selanjutnya adalah melakukan pemetaan 
topologi fisik dan pemetan VLAN untuk mengetahui kondisi intranet yang sudah 
diterapkan SMA Pangudi Luhur Yogyakarta. Adapun langkah yang dilakukan 
adalah sebagai berikut: 
1. Pemetaan topologi fisik 
 Dalam melakukan pemetaan topologi fisik langkah yang dilakukan 
adalah melakukan wawancara dengan staf IT SMA Pangudi Luhur 
Yogyakarta tentang model jaringan yang digunakan dan perangkat apa 
saja yang digunakan. Setelah itu melakukan pengamatan di lingkungan 
SMA Pangudi Luhur Yogyakarta untuk mengetahui pemasangan 
perangkat secara nyata. 
2. Pemetaan VLAN 
 Dalam melakukan pemetaan VLAN, langkah yang dilakukan 
adalah  pengamatan di lingkungan SMA Pangudi Luhur Yogyakarta 
bersama staf IT yang menunjukkan lokasi pemasangan router, switch dan 
pemetaan VLAN.  
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3.3 Rencana Pengujian 
Pada penelitian ini penulis akan melakukan pengujian dengan beberapa 
skenario. Yang dilakukan adalah menguji intranet dengan terlebih dahulu 
memilah penempatan VLAN. Dengan penempatan VLAN yang ada di SMA 
Pangudi Luhur Yogyakarta terdapat VLAN dalam 1 switch dan VLAN beda 
switch. 
3.3.1. Langkah Pengukuran Throughput, Jitter dan Paket Loss dalam 1 
switch  
 
 
Gambar 3. 2 Rencana pengujian Throuhhput, Jitter dan Paket Loss dalam 1 switch 
 
Keterangan: 
Skenario pengukuran ini menggunakan perangkat Iperf yang di-
install pada 2 laptop dan disambungkan dengan switch. Laptop tersebut 
menjadi client dan server. Pengujian terdiri dari TCP dan UDP. TCP untuk 
mendapatkan data Throughput, sedangkan UDP untuk mendapatkan data 
Jitter dan Paket Loss.Untuk pengujian tersebut menggunakan jangka 
waktu yang sudah ditentukan yaitu pada pukul 07.00 WIB – 09.00 WIB, 
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pukul 09.00 WIB – 11.00 WIB, dan pukul 11.00 WIB – 13.00 WIB. Untuk 
pengujian TCP diberikan buffer pengujian 32, 64, 128, 256, 512, 1024 
Kbyte sedangkan UDP diberikan buffer 32, 64, 128, 256, 512, 1024 byte. 
Waktu pengujian selama 60 detik dan dilakukan selama 30 kali pengujian, 
karena data yang didapat fluktuatif. Untuk perintah pengiriman paket TCP 
pada server menggunakan sintaks iperf.exe –s –w (buffer) –i 1 –t 60, 
sedangkan pada client menggunakan sintaks iperf.exe –c (IP Server) –w 
(buffer) –i 1 –t 60. Untuk perintah pengiriman UDP pada server 
menggunakan sintaks iperf.exe –s –u –l (buffer) –i 1 –t 60, sedangkan pada 
client menggunakan sintaks iperf.exe –c (IP Server) –u –l (buffer) –i 1 –t 
60. 
 
 
 
 
 
 
 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
31 
 
3.3.2. Langkah Pengujian Throughput, Jitter dan Paket Loss beda 
switch 
 
Gambar 3. 3 Rencana pengujian Throuhhput, Jitter dan Paket Loss beda switch 
 
Keterangan: 
Skenario pengukuran ini menggunakan perangkat Iperf yang di-
install pada 2 laptop dan disambungkan dengan switch 1 dengan switch 
lainnya yang terdapat VLAN yang dicari. Laptop tersebut menjadi client 
dan server. Pengujian terdiri dari TCP dan UDP. TCP untuk mendapatkan 
data Throughput, sedangkan UDP untuk mendapatkan data Jitter dan 
Paket Loss. Untuk pengujian tersebut menggunakan jangka waktu yang 
sudah ditentukan yaitu pada pukul 07.00 WIB – 09.00 WIB, pukul 09.00 
WIB – 11.00 WIB, dan pukul 11.00 WIB – 13.00 WIB. Untuk pengujian 
TCP diberikan buffer pengujian 32, 64, 128, 256, 512, 1024 Kbyte 
sedangkan UDP diberikan buffer 32, 64, 128, 256, 512, 1024 byte. Waktu 
pengujian selama 60 detik dan dilakukan selama 30 kali pengujian, karena 
data yang di dapat fluktuatif. Untuk perintah pengiriman paket TCP pada 
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server menggunakan sintaks iperf.exe –s –w (buffer) –i 1 –t 60, sedangkan 
pada client menggunakan sintaks iperf.exe –c (IP Server) –w (buffer) –i 1 
–t 60. Untuk perintah pengiriman UDP pada server menggunakan sintaks 
iperf.exe –s –u –l (buffer) –i 1 –t 60, sedangkan pada client menggunakan 
sintaks iperf.exe –c (IP Server) –u –l (buffer) –i 1 –t 60. 
3.3.3. Langkah Pengujian Jitter dan Paket Loss beda switch pada 
Laboratorium Komputer 
 
 
Gambar 3. 4 Rencana pengujian Throuhhput, Jitter dan Paket Loss beda switch 
Keterangan: 
Skenario pengukuran ini menggunakan perangkat Iperf yang di-
install pada semua komputer di lanoratorium komputer yang terhubung 
dengan switch 4 dengan switch 5 VLAN 6. Komputer berpasangan antar 
switch sesuai dengan fast ethernet dan Gigabit ethernet. Komputer 
menjadi client dan server. Pengujian terdiri dari UDP, untuk mendapatkan 
data Jitter dan Paket Loss. Lalu dibanjiri buffer sebesar 1024 MB. Waktu 
pengujian selama 60 detik dan dilakukan selama 30 kali pengujian, karena 
data yang di dapat fluktuatif. Untuk perintah pengiriman UDP pada server 
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menggunakan sintaks iperf.exe –s –u –l (buffer) –i 1 –t 60, sedangkan pada 
client menggunakan sintaks iperf.exe –c (IP Server) –u –l (buffer) –i 1 –t 
60. Lalu di jalankan bersama 1 laboratorium. setelah mendapatkan hasil 
pengujian, komputer yang semula menjadi server berubah menjadi client 
dan komputer client menjadi server. Ulangi langkah seperti di awal 
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BAB IV 
DATA DAN ANALISIS KINERJA JARINGAN 
4.1 Topologi Jaringan  
4.1.1 Topologi Fisik 
Hasil dari survey dan pengamatan jaringan intranet di SMA Pangudi 
Luhur Yogyakarta maka dapat digambarkan topologi fisik sebagai berikut:  
 
Gambar 4. 1 Topologi fisik intranet SMA Pangudi Luhur Yogyakarta 
Gambar 4.1 menunjukkan topologi fisik jaringan intranet yang 
dimiliki oleh SMA Pangudi Luhur Yogyakarta. SMA Pangudi Luhur 
Yogyakarta memiliki 1 router dan 5 switch.  
SMA Pangudi Luhur Yogyakarta menggunakan router Mikrotik 
RB1100 dengan memory 504,1 MB yang dilengkapi CPU E500v2 
800Mhz. Router tersebut berkapasitas 520 MB dan menggunakan OS 
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Mikrotik versi 5.16. Untuk switch menggunakan Allied Telesis AT-
GS950/24 versi Al dengan kapasitas memori 64 MB dan harddisk 16 MB. 
4.1.2 Pemetaan VLAN 
  Survey lokasi pemetaan VLAN di SMA Pangudi Luhur 
Yogyakarta dapat dipetakan sebagai berikut: 
 
Gambar 4. 2 Pemetaan VLAN 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
36 
 
Di SMA Pangudi Luhur Yogyakarta terdapat 6 VLAN. VLAN 2 
meliputi perpustakaan, laboratorium bahasa, laboratorium IPA dan server. 
Di perpustakaan terdapat 2 komputer yang terhubung dengan switch 2 dan 
di laboratorium IPA tersedia sebuah komputer yang terhubung dengan 
switch 1. Sedangkan di laboratorium bahasa terdapat sebuah komputer 
yang terhubung dengan switch 3 dan server terletak di laboratorium 
komputer yang terhubung dengan switch 4. 
VLAN 3 terdiri dari kelas atas switch 2, kelas atas switch 3, dan 
kelas bawah. Kelas atas terdiri dari banyak komputer yang ada pada setiap 
kelas dan terhubung dengan switch 2. Tidak beda dengan kelas atas yang 
terhubung dengan switch 3 dan terdiri banyak komputer yang terdapat di 
setiap kelas. 
VLAN 6 ada di laboratorium komputer yaitu VLAN 6 pada switch 
4 dan VLAN 6 pada switch 5. Switch 4 terdiri dari 22 komputer dan switch 
5 terdiri dari 22 komputer. Itu semua digunakan untuk kegiatan belajar 
mengajar mata pelajaraan TIK. 
VLAN 8 yaitu ruang tata usaha yang terdiri dari 3 komputer yang 
terhubung dengan switch 1. Namun untuk 4 adalah VLAN yang terdapat 
pada hotspot lantai bawah dan lantai atas. Dan untuk VLAN 7 adalh 
VLAN yang menghubungkan dengan ISP lokal. Namun VLAN 4 dan 
VLAN 7 tidak diuji karena seperti yang dipaparkan di bab I batasan 
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masalah, jaringan yang dibahas adalah LAN SMA Pangudi Luhur 
Yogyakarta dan VLAN 4 dan VLAN 7 termasuk WLAN. 
4.2 Analisa Data 
4.2.1 Analisis Performa Jaringan dengan TCP dan UDP 
Dalam skenario yang sudah di sebutkan pada bab III, akan dilakukan 
pengiriman paket TCP dan UDP dari client ke server dalam waktu 60s. 
Pengujian menggunakan paket generator Iperf yang dapat menghasilkan dan 
mengirimkan paket-paket TCP dan UDP dengan ketentuan sesuai skenario 
pengujian. Berikut adalah sintaks yang digunakan untuk pengujian ini. 
1.Pengiriman paket TCP 
Server 
 
Menggunakan aplikasi Iperf yang terdapat pada direktori C dengan 
menjadikan komputer menjadi server. Setelah itu, memberi window size 
sebesar 32 KB dengan interval 1 selama 60 detik. Ini bertujuan untuk 
mendapatkan hasil Throughput pada jaringan 
Client 
 
Menggunakan aplikasi Iperf yang terdapat pada direktori C dengan 
menjadikan komputer menjadi klien dan mencantumkan IP komputer 
server. Setelah itu, memberi window size sebesar 32 KB dengan interval 1 
selama 60 detik. Ini bertujuan untuk mendapatkan hasil Throughput pada 
jaringan 
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2. Pengiriman paket UDP 
Server 
 
Menggunakan aplikasi Iperf yang terdapat pada direktori C dengan 
menjadikan komputer menjadi server. Setelah itu, memberi buffer size 
sebesar 32 B dengan interval 1 selama 60 detik. Ini bertujuan untuk 
mendapatkan hasil Jitter dan Paket Loss pada jaringan 
Client
 
Menggunakan aplikasi Iperf yang terdapat pada direktori C dengan 
menjadikan komputer menjadi server dan mencantumkan IP komputer 
server. Setelah itu, memberi buffer size sebesar 32 B dengan interval 1 
selama 60 detik. Ini bertujuan untuk mendapatkan hasil Jitter dan Paket 
Loss pada jaringan 
4.2.2. Pengujian TCP dan UDP 1 switch 1 VLAN 
Pengujian yang dilakukan adalah pengujian dengan paket TCP dan 
UDP antar sesama VLAN dalam 1 switch satu persatu. Server 
dihubungkan pada switch menggunakan kabel LAN, client  terhubung 
pada switch menggunakan kabel LAN mengirimkan paket berpindah 
tempat. Kabel LAN yang digunakan adalah kabel LAN cat 6. 
TCP dan UDP adalah dua protokol yang banyak digunakan dalam 
jaringan internet berbasis IP. Keduanya dibuat dengan tujuan yang 
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berbeda. TCP misalnya, bersifat connection oriented, artinya protocol ini 
memiliki kemampuan untuk menjamin transfer dan control data hingga 
node tujuan. Sebaliknya UDP bersifat connectionless oriented, yang 
berarti protokol ini tidak memiliki mekanisme yang dapat menjamin 
sampainya paket ke node tujuan. 
Penggunaan Iperf pada mode TCP akan menghasilkan keluaran 
parameter throughput jaringan. Pada koneksi TCP, windows size 
menentukan jumlah maksimum data yang dapat berada dalam jaringan 
pada saat bersamaan. Sedangkan penggunaan node UDP akan 
menghasilkan keluaran parameter jitter dan packet loss. Pada koneksi 
UDP, pengujian dilakukan dengan mengirim datagram. Pada pengujian ini 
menggunakan Iperf secara default pada pengujian TCP dan UDP tanpa 
mengubah windows size dan datagram yang dikirim. Data lengkap hasil 
pengujian dapat di lihat di lampiran. 
Yang termasuk dalam 1 switch 1 VLAN ada 7 titik yaitu yang 
terdapat pada switch 1 VLAN 3 kelas bawah dan VLAN 8 tata usaha. Pada 
switch 2 ada VLAN 3 kelas atas dan VLAN 2 perpustakaan. Pada switch 3 
ada VLAN 3 kelas atas. Pada switch 4 ada VLAN 6 dan pada switch 5 juga 
terdapat VLAN 6. 
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4.2.2.1. Kelas Bawah 
1. Throughput  
Berdasarkan hasil pengujian TCP kelas bawah, besarnya 
rata-rata throughput dapat digambarkan pada gambar 4.3. dengan 
pemberian buffer (windows size) 32, 64, 128, 256, 512, 1024 
KByte. 
Tabel 4. 1 Rata-rata Throughput kelas bawah 
Buffer 
(Kb) 
Throughput (%) Rata - rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 61,97 65 66,68 64,55 3 Bagus 
64 76,24 75,24 76,03 75,84 4 Sangat Bagus 
128 87,37 88,51 88,31 88,06 4 Sangat Bagus 
256 94,21 95 95,17 94,79 4 Sangat Bagus 
512 95,35 95,74 95,64 95,58 4 Sangat Bagus 
1024 96,45 97,28 95,68 96,47 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada kelas bawah masuk dalam kategori 
sangat bagus. 
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Gambar 4. 3 Grafik rata – rata Throughput Kelas Bawah 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada kelas 
bawah, Tabel 4.2 menunjukkan data berupa rata-rata jitter dengan 
pemberian buffer (windows size) 32, 64, 128, 256, 512, 1024 Byte.  
Tabel 4. 2 Rata-rata jitter Kelas Bawah 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,03 0,017 0,021 0,02 3 Bagus 
64 0,032 0,029 0,031 0,03 3 Bagus 
128 0,079 0,057 0,059 0,07 3 Bagus 
256 0,081 0,073 0,072 0,08 3 Bagus 
512 0,098 0,086 0,086 0,09 3 Bagus 
1024 0,197 0,142 0,135 0,16 3 Bagus 
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Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada kelas bawah masuk pada kategori 
bagus dengan besar kurang dari 75 ms.  
 
Gambar 4. 4 Grafik rata-rata jitter kelas bawah 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.5 menunjukkan 
hasil packet loss berupa rata-rata packet loss dengan pemberian 
buffer (windows size) 32, 64, 128, 256, 512, 1024 Byte. 
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Tabel 4. 3 Rata-rata packet loss kelas bawah 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di kelas bawah masuk dalam kategori sangat bagus 
sesuai standar TIPHON menurut Rahmad Saleh Lubis dengan 
packet loss 0%.   
 
Gambar 4. 5 Grafik rata-rata packet loss kelas bawah 
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4.2.2.2. Tata Usaha 
1. Throughput  
Berdasarkan hasil pengujian TCP tata usaha, besarnya rata-
rata throughput dapat digambarkan pada gambar 4.6 dengan 
pemberian buffer (windows size) 32, 64, 128, 256, 512, 1024 
KByte. 
Tabel 4. 4 Rata-rata Throughput Tata Usaha 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 62,07 64,77 66,57 64,5 3 Bagus 
64 76,37 75,07 75,97 75,8 4 Sangat Bagus 
128 87,33 87,73 88,23 87,6 4 Sangat Bagus 
256 94,13 95,05 95,13 94,8 4 Sangat Bagus 
512 95,46 95,81 95,57 95,6 4 Sangat Bagus 
1024 96,47 97,35 97,73 97,2 4 Sangat Bagus 
   
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada ruang tata usaha masuk dalam 
kategori sangat bagus. 
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Gambar 4. 6 Grafik rata-rata throughput Tata Usaha 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada tata 
usaha, Tabel 4.5 menunjukkan data berupa rata-rata jitter dengan 
pemberian buffer (windows size) 32, 64, 128, 256, 512, 1024 Byte.  
Tabel 4. 5 Rata-rata jitter Tata Usaha 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 0,029 0,022 0,025 0,03 3 Bagus 
64 0,045 0,033 0,038 0,04 3 Bagus 
128 0,057 0,057 0,059 0,06 3 Bagus 
256 0,080 0,075 0,071 0,08 3 Bagus 
512 0,094 0,086 0,087 0,09 3 Bagus 
1024 0,254 0,237 0,132 0,21 3 Bagus 
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Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada tata usaha masuk pada kategori 
bagus dengan besar kurang dari 75 ms.  
 
Gambar 4. 7 Grafik rata-rata jitter kelas bawah 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.6 menunjukkan 
hasil packet loss berupa rata-rata packet loss dengan pemberian 
buffer (windows size) 32, 64, 128, 256, 512, 1024 Byte. 
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Tabel 4. 6 Rata-rata packet loss tata usaha 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di tata usaha masuk dalam kategori sangat bagus sesuai 
standar TIPHON menurut Rahmad Saleh Lubis dengan packet loss 
0%.  
 
 
Gambar 4. 8 Grafik rata-rata packet loss tata usaha 
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4.2.2.3 Laboratorium Komputer Switch 4 
1. Throughput  
Berdasarkan hasil pengujian TCP Laboratotium Komputer 
switch 4, besarnya rata-rata throughput dapat digambarkan pada 
gambar 4.9 dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 KByte. 
Tabel 4. 7 Rata-rata Throughput Lab Komputer switch 4 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 93,3 93,6 93,7 93,53 4 Sangat Bagus 
64 93,8 93,9 94 93,90 4 Sangat Bagus 
128 94,3 94,4 94,5 94,40 4 Sangat Bagus 
256 94,7 94,8 94,9 94,80 4 Sangat Bagus 
512 94,8 95 95 94,93 4 Sangat Bagus 
1024 94,9 95,1 95,2 95,07 4 Sangat Bagus 
   
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada laboratorium komputer switch 4 
masuk dalam kategori sangat bagus. 
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Gambar 4. 9 Grafik rata-rata throughput Lab Komputer Switch 4 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
laboratorium komputer switch 4, Tabel 4.8 menunjukkan data 
berupa rata-rata jitter dengan pemberian buffer (windows size) 32, 
64, 128, 256, 512, 1024 Byte.  
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Tabel 4. 8 Rata-rata jitter Lab Komputer Switch 4 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata- rata Indeks Kategori 
32 0,042 0,048 0,049 0,046 3 Bagus 
64 0,048 0,063 0,063 0,058 3 Bagus 
128 0,109 0,119 0,163 0,130 3 Bagus 
256 0,180 0,189 0,197 0,189 3 Bagus 
512 0,318 0,335 0,348 0,334 3 Bagus 
1024 0,556 0,576 0,587 0,573 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada laboratorium komputer switch 4 
masuk pada kategori bagus dengan besar kurang dari 75 ms.  
 
Gambar 4. 10 Grafik rata-rata jitter Lab Komputer Switch 4 
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3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.9 menunjukkan 
hasil packet loss laboratorium komputer switch 4 berupa rata-rata 
packet loss dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 Byte. 
Tabel 4. 9 Rata-rata packet loss Lab Komputer Switch 4 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di laboratorium komputer switch 4 masuk dalam 
kategori sangat bagus sesuai standar TIPHON menurut Rahmad 
Saleh Lubis dengan packet loss 0%. 
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Gambar 4. 11 Grafik rata-rata packet loss Lab Komputer Switch 4 
 
4.2.2.4 Laboratorium Komputer Switch 5 
1. Throughput  
Berdasarkan hasil pengujian TCP Laboratotium Komputer 
switch 5, besarnya rata-rata throughput dapat digambarkan pada 
gambar 4.12 dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 KByte. 
 
 
 
 
 
 
 
0
0.1
0.2
0.3
0.4
0.5
0.6
0.7
0.8
0.9
1
32 64 128 256 512 1024
%
 
Buffer (Byte) 
Paket Loss Laboratorium switch  4 
Paket Loss (%)
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
53 
 
Tabel 4. 10 Rata-rata Throughput Lab Komputer switch 5 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 93,5 93,8 94 93,77 4 Sangat Bagus 
64 93,9 93,9 94,4 94,07 4 Sangat Bagus 
128 94,4 94,5 94,7 94,53 4 Sangat Bagus 
256 94,9 94,9 95 94,93 4 Sangat Bagus 
512 95 95 95,2 95,07 4 Sangat Bagus 
1024 95,1 95,2 95,3 95,20 4 Sangat Bagus 
   
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada laboratorium komputer switch 5 
masuk dalam kategori sangat bagus. 
 
Gambar 4. 12 Grafik rata-rata throughput Lab Komputer Switch 5 
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2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
laboratorium komputer switch 5, Tabel 4.11 menunjukkan data 
berupa rata-rata jitter dengan pemberian buffer (windows size) 32, 
64, 128, 256, 512, 1024 Byte.  
Tabel 4. 11 Rata-rata jitter Lab Komputer Switch 5 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,038 0,050 0,054 0,047 3 Bagus 
64 0,040 0,074 0,068 0,061 3 Bagus 
128 0,111 0,121 0,130 0,121 3 Bagus 
256 0,182 0,195 0,205 0,194 3 Bagus 
512 0,329 0,336 0,364 0,343 3 Bagus 
1024 0,565 0,587 0,598 0,583 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada laboratorium komputer switch 5 
masuk pada kategori bagus dengan besar kurang dari 75 ms. 
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Gambar 4. 13 Grafik rata-rata jitter Lab Komputer Switch 5 
 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.12 menunjukkan 
hasil packet loss laboratorium komputer switch 5 berupa rata-rata 
packet loss dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 Byte. 
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Tabel 4. 12 Rata-rata packet loss Lab Komputer Switch 5 
Buffer  
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di laboratorium komputer switch 5 masuk dalam 
kategori sangat bagus sesuai standar TIPHON menurut Rahmad 
Saleh Lubis dengan packet loss 0%. 
 
Gambar 4. 14 Grafik rata-rata packet loss Lab Komputer Switch 5 
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4.2.2.5 Perpustakaan 
1. Throughput  
Berdasarkan hasil pengujian TCP Perpustakaan, besarnya 
rata-rata throughput dapat digambarkan pada gambar 4.15 dengan 
pemberian buffer (windows size) 32, 64, 128, 256, 512, 1024 
KByte. 
Tabel 4. 13 Rata-rata Throughput Perpustakaan 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 1,65 2,17 3,12 2,31 1 Jelek 
64 3,48 4,53 5,23 4,41 1 Jelek 
128 11,74 12,55 13,65 12,65 1 Jelek 
256 76,09 76,40 76,67 76,39 4 Sangat Bagus 
512 76,28 76,56 77,35 76,73 4 Sangat Bagus 
1024 76,70 76,93 79,85 77,83 4 Sangat Bagus 
   
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada perpustakaan masuk dalam 
kategori sedang.. 
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Gambar 4. 15 Grafik rata-rata throughput Perpustakaan 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
Perpustakaan, Tabel 4.14 menunjukkan data berupa rata-rata jitter 
dengan pemberian buffer (windows size) 32, 64, 128, 256, 512, 
1024 Byte.  
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Tabel 4. 14 Rata-rata jitter Perpustakaan 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,034 0,035 0,082 0,05 3 Bagus 
64 0,038 0,046 0,088 0,06 3 Bagus 
128 0,055 0,061 0,090 0,07 3 Bagus 
256 0,064 0,068 0,102 0,08 3 Bagus 
512 0,125 0,130 0,123 0,13 3 Bagus 
1024 0,302 0,309 0,321 0,31 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Perpustakaan masuk pada 
kategori bagus dengan besar kurang dari 75 ms.  
 
Gambar 4. 16 Grafik rata-rata jitter Perpustakaan 
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3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.15 menunjukkan 
hasil packet loss Perpustakaan berupa rata-rata packet loss dengan 
pemberian buffer (windows size) 32, 64, 128, 256, 512, 1024 Byte. 
Tabel 4. 15 Rata-rata packet loss Perpustakaan 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Perpustakaan masuk dalam kategori sangat bagus 
sesuai standar TIPHON menurut Rahmad Saleh Lubis dengan 
packet loss 0%.  
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Gambar 4. 17 Grafik rata-rata packet loss Perpustakaan 
 
4.2.2.6 Kelas Atas Switch 2 
1. Throughput  
Berdasarkan hasil pengujian TCP Kelas Atas Switch 2, 
besarnya rata-rata throughput dapat digambarkan pada gambar 
4.18 dengan pemberian buffer (windows size) 32, 64, 128, 256, 
512, 1024 KByte. 
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Tabel 4. 16 Rata-rata Throughput Kelas Atas Switch 2 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 1,71 2,16 3,10 2,32 1 Jelek 
64 3,47 4,49 5,22 4,39 1 Jelek 
128 11,56 12,28 13,58 12,47 1 Jelek 
256 75,89 76,27 76,50 76,22 4 Sangat Bagus 
512 75,98 76,32 77,20 76,5 4 Sangat Bagus 
1024 76,52 76,77 79,67 77,6 4 Sangat Bagus 
   
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada kelas atas switch 2 masuk dalam 
kategori sedang. 
  
Gambar 4. 18 Grafik rata-rata throughput Kelas Atas Switch 2 
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2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada Kelas 
Atas Switch 2, Tabel 4.17 menunjukkan data berupa rata-rata jitter 
dengan pemberian buffer (windows size) 32, 64, 128, 256, 512, 
1024 Byte.  
Tabel 4. 17 Rata-rata jitter Kelas Atas Switch 2 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,033 0,034 0,079 0,048 3 Bagus 
64 0,041 0,043 0,086 0,056 3 Bagus 
128 0,057 0,059 0,090 0,068 3 Bagus 
256 0,068 0,065 0,100 0,077 3 Bagus 
512 0,120 0,131 0,123 0,124 3 Bagus 
1024 0,301 0,209 0,316 0,275 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Kelas Atas Switch 2 masuk pada 
kategori bagus dengan besar kurang dari 75 ms.  
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Gambar 4. 19 Grafik rata-rata jitter Kelas Atas Switch 2 
 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.18 menunjukkan 
hasil packet loss Kelas Atas Switch 2 berupa rata-rata packet loss 
dengan pemberian buffer (windows size) 32, 64, 128, 256, 512, 
1024 Byte. 
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Tabel 4. 18 Rata-rata packet loss Kelas Atas Switch 2 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Kelas Atas Switch 2 masuk dalam kategori sangat 
bagus sesuai standar TIPHON menurut Rahmad Saleh Lubis 
dengan packet loss 0%. 
 
Gambar 4. 20 Grafik rata-rata packet loss Kelas Atas Switch 2 
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4.2.2.7 Kelas Atas Switch 3 
1. Throughput  
Berdasarkan hasil pengujian TCP Kelas Atas Switch 3, 
besarnya rata-rata throughput dapat digambarkan pada gambar 
4.21 dengan pemberian buffer (windows size) 32, 64, 128, 256, 
512, 1024 KByte. 
Tabel 4. 19 Rata-rata Throughput Kelas Atas Switch 3 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 62,49 65,41 66,38 64,76 3 Bagus 
64 76,8 76,9 79,09 77,59 4 Sangat Bagus 
128 88,35 88,84 89,24 88,81 4 Sangat Bagus 
256 95,29 95,39 96,08 95,58 4 Sangat Bagus 
512 95,43 95,7 96,44 95,85 4 Sangat Bagus 
1024 96,32 97,08 97,74 96,04 4 Sangat Bagus 
   
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada kelas atas switch 3 masuk dalam 
kategori sangat bagus. 
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Gambar 4. 21 Grafik rata-rata throughput Kelas Atas Switch 3 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada Kelas 
Atas Switch 3, Tabel 4.20 menunjukkan data berupa rata-rata jitter 
dengan pemberian buffer (windows size) 32, 64, 128, 256, 512, 
1024 Byte.  
Tabel 4. 20 Rata-rata jitter Kelas Atas Switch 3 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,028 0,018 0,019 0,021 3 Bagus 
64 0,030 0,033 0,035 0,032 3 Bagus 
128 0,075 0,057 0,059 0,063 3 Bagus 
256 0,078 0,072 0,074 0,074 3 Bagus 
512 0,096 0,084 0,117 0,099 3 Bagus 
1024 0,192 0,131 0,134 0,152 3 Bagus 
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Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Kelas Atas Switch 3 masuk pada 
kategori bagus dengan besar kurang dari 75 ms.  
 
Gambar 4. 22 Grafik rata-rata jitter Kelas Atas Switch 3 
 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.21 menunjukkan 
hasil packet loss Kelas Atas Switch 3 berupa rata-rata packet loss 
dengan pemberian buffer (windows size) 32, 64, 128, 256, 512, 
1024 Byte. 
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Tabel 4. 21 Rata-rata packet loss Kelas Atas Switch 3 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata -  rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Kelas Atas Switch 3 masuk dalam kategori sangat 
bagus sesuai standar TIPHON menurut Rahmad Saleh Lubis 
dengan packet loss 0%. 
 
Gambar 4. 23 Grafik rata-rata packet loss Kelas Atas Switch 3 
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4.2.3 Pengujian TCP dan UDP 1 VLAN beda switch 
Yang termasuk dalam 1 VLAN beda switch ada 10 titik, Tabel 4.22 
menunjukkan dari pasangan antar VLAN beda switch. 
Tabel 4. 22 Pasangan antar VLAN yang beda switch 
Titik VLAN Dari Ke 
1 2 Perpustakaan Laboratorium IPA 
2 2 Perpustakaan Laboratorium Bahasa 
3 2 Perpustakaan Server 
4 2 Laboratorium Bahasa Laboratorium IPA 
5 2 Laboratorium Bahasa Server 
6 2 Laboratorium IPA Server 
7 3 Kelas Atas switch 2 Kelas Atas Switch 3 
8 3 Kelas Atas switch 2 Kelas Bawah 
9 3 Kelas Atas Switch 3 Kelas Bawah 
10 6 Lab. Komputer switch 4 Lab. Komputer switch 5 
 
4.2.3.1 Perpustakaan – Laboratorium IPA 
1. Throughput  
Berdasarkan hasil pengujian TCP Perpustakaan – 
Laboratorium IPA, besarnya rata-rata throughput dapat 
digambarkan pada gambar 4.24 dengan pemberian buffer 
(windows size) 32, 64, 128, 256, 512, 1024 KByte. 
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Tabel 4. 23 Rata-rata Throughput Perpustakaan – Lab IPA 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 91,43 91,70 92,12 91,75 4 Sangat Bagus 
64 93,61 93,73 93,87 93,73 4 Sangat Bagus 
128 94,24 94,37 94,44 94,35 4 Sangat Bagus 
256 94,48 94,56 94,64 94,56 4 Sangat Bagus 
512 94,64 94,71 94,75 94,7 4 Sangat Bagus 
1024 94,69 94,74 94,80 94,74 4 Sangat Bagus 
   
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada perpustakaan dan laboratorium 
IPA masuk dalam kategori sangat bagus. 
  
Gambar 4. 24 Grafik rata-rata throughput Perpustakaan – Lab IPA 
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2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
Perpustakaan – Laboratorium IPA, Tabel 4.24 menunjukkan data 
berupa rata-rata jitter dengan pemberian buffer (windows size) 32, 
64, 128, 256, 512, 1024 Byte.  
Tabel 4. 24 Rata-rata jitter Perpustakaan – Lab IPA 
Buffer  
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,029 0,036 0,039 0,034 3 Bagus 
64 0,036 0,040 0,042 0,039 3 Bagus 
128 0,077 0,080 0,084 0,08 3 Bagus 
256 0,178 0,103 0,106 0,129 3 Bagus 
512 0,297 0,410 0,429 0,378 3 Bagus 
1024 0,801 0,845 0,874 0,840 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Perpustakaan – Laboratorium 
IPA masuk pada kategori bagus dengan besar kurang dari 75 ms.  
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Gambar 4. 25 Grafik rata-rata jitter Perpustakaan – Lab IPA 
 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.25 menunjukkan 
hasil packet loss Perpustakaan – Lab IPA berupa rata-rata packet 
loss dengan pemberian buffer (windows size) 32, 64, 128, 256, 512, 
1024 Byte. 
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Tabel 4. 25 Rata-rata packet loss Perpustakaan – Laboratorium IPA 
Buffer  
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Perpustakaan – Laboratorium IPA masuk dalam 
kategori sangat bagus sesuai standar TIPHON menurut Rahmad 
Saleh Lubis dengan packet loss 0%. 
 
Gambar 4. 26 Grafik rata-rata packet loss Perpustakaan – Lab IPA 
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4.2.3.2 Perpustakaan – Laboratorium Bahasa 
1. Throughput  
Berdasarkan hasil pengujian TCP Perpustakaan – 
Laboratorium Bahasa, besarnya rata-rata throughput dapat 
digambarkan pada gambar 4.27 dengan pemberian buffer 
(windows size) 32, 64, 128, 256, 512, 1024 KByte. 
Tabel 4. 26 Rata-rata Throughput Perpustakaan – Lab Bahasa 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 92,3 92,6 92,9 92,6 4 Sangat Bagus 
64 92.6 93,6 93,9 93,4 4 Sangat Bagus 
128 94,6 94, 7 94,9 94,7 4 Sangat Bagus 
256 94,7 94,9 95,1 94,9 4 Sangat Bagus 
512 94,9 95,1 95,2 95,0 4 Sangat Bagus 
1024 95,1 95,3 96,1 95,5 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada perpustakaan dan laboratorium 
bahasa masuk dalam kategori sangat bagus. 
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Gambar 4. 27 Grafik rata-rata throughput Perpustakaan – Lab Bahasa 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
Perpustakaan – Laboratorium Bahasa, Tabel 4.27 menunjukkan 
data berupa rata-rata jitter dengan pemberian buffer (windows size) 
32, 64, 128, 256, 512, 1024 Byte.  
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Tabel 4. 27 Rata-rata jitter Perpustakaan – Lab Bahasa 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 0,043 0,047 0,054 0,048 3 Bagus 
64 0,044 0,050 0,055 0,049 3 Bagus 
128 0,058 0,062 0,066 0,062 3 Bagus 
256 0,198 0,206 0,212 0,205 3 Bagus 
512 0,277 0,285 0,300 0,287 3 Bagus 
1024 0,758 0,758 0,794 0,770 3 Bagus 
 
Sesuai dengan standar TIPHON Rahmad Saleh Lubis, hasil 
pengujian jitter pada Perpustakaan – Laboratorium Bahasa masuk 
pada kategori bagus dengan besar kurang dari 75 ms.  
 
Gambar 4. 28 Grafik rata-rata jitter Perpustakaan – Lab Bahasa 
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3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.28 menunjukkan 
hasil packet loss Perpustakaan – Lab Bahasa berupa rata-rata 
packet loss dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 Byte. 
Tabel 4. 28 Rata-rata packet loss Perpustakaan – Lab Bahasa 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Perpustakaan – Laboratorium Bahasa masuk dalam 
kategori sangat bagus sesuai standar TIPHON menurut Rahmad 
Saleh Lubis dengan packet loss 0%.  
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Gambar 4. 29 Grafik rata-rata packet loss Perpustakaan – Lab Bahasa 
 
4.2.3.3 Perpustakaan – Server 
1. Throughput  
Berdasarkan hasil pengujian TCP Perpustakaan – Server, 
besarnya rata-rata throughput dapat digambarkan pada gambar 
4.30 dengan pemberian buffer (windows size) 32, 64, 128, 256, 
512, 1024 KByte. 
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Tabel 4. 29 Rata-rata Throughput Perpustakaan – Server 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 91,31 91,61 91,99 91,63 4 Sangat Bagus 
64 93,5 93,56 93,57 93,54 4 Sangat Bagus 
128 94,17 94,23 94,23 94,21 4 Sangat Bagus 
256 94,40 94,42 94,28 94,37 4 Sangat Bagus 
512 94,50 94,46 94,31 94,42 4 Sangat Bagus 
1024 94,45 94,43 94,41 94,43 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada perpustakaan dan server masuk 
dalam kategori sangat bagus. 
  
Gambar 4. 30 Grafik rata-rata throughput Perpustakaan – Server 
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2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
Perpustakaan – Server, Tabel 4.30 menunjukkan data berupa rata-
rata jitter dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 Byte. 
Tabel 4. 30 Rata-rata jitter Perpustakaan – Server 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata –rata Indeks Kategori 
32 0,032 0,033 0,030 0,032 3 Bagus 
64 0,037 0,042 0,042 0,040 3 Bagus 
128 0,078 0,082 0,086 0,082 3 Bagus 
256 0,179 0,105 0,110 0,131 3 Bagus 
512 0,299 0,410 0,425 0,378 3 Bagus 
1024 0,803 0,848 0,876 0,842 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Perpustakaan – Server masuk 
pada kategori bagus dengan besar kurang dari 75 ms.  
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Gambar 4. 31 Grafik rata-rata jitter Perpustakaan – Server 
 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.31 menunjukkan 
hasil packet loss Perpustakaan – Server berupa rata-rata packet loss 
dengan pemberian buffer (windows size) 32, 64, 128, 256, 512, 
1024 Byte. 
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Tabel 4. 31 Rata-rata packet loss Perpustakaan – Server 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0,47 0 0 0, 16 3 Bagus 
256 0,53 0,5 0 0,34 3 Bagus 
512 0,3 0,6 0,4 0,43 3 Bagus 
1024 0,4 0,4 0,5 0,43 3 Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Perpustakaan – Server masuk dalam kategori bagus 
sesuai standar TIPHON menurut Rahmad Saleh Lubis dengan 
packet loss <3%.. 
 
Gambar 4. 32 Grafik rata-rata packet loss Perpustakaan – Server 
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4.2.3.4 Laboratorium Bahasa – Laboratorium IPA 
1. Throughput  
Berdasarkan hasil pengujian TCP Laboratorium Bahasa – 
Laboratorium IPA, besarnya rata-rata throughput dapat 
digambarkan pada gambar 4.33 dengan pemberian buffer 
(windows size) 32, 64, 128, 256, 512, 1024 KByte. 
Tabel 4. 32 Rata-rata Throughput Lab Bahasa – Lab IPA 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 90 89,43 89,87 89,76 4 Sangat Bagus 
64 92,32 92,17 92,27 92,25 4 Sangat Bagus 
128 92,64 92,52 92,67 92,61 4 Sangat Bagus 
256 94,15 94,1 94,2 94,15 4 Sangat Bagus 
512 94,3 94,29 94,4 94,33 4 Sangat Bagus 
1024 94,92 94,76 94,83 94, 83 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada laboratorium bahasa dan 
laboratorium IPA masuk dalam kategori sangat bagus. 
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Gambar 4. 33 Grafik rata-rata throughput Laboratorium Bahasa – Laboratorium IPA 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
Laboratorium Bahasa – Laboratorium IPA, Tabel 4.33 
menunjukkan data berupa rata-rata jitter dengan pemberian buffer 
(windows size) 32, 64, 128, 256, 512, 1024 Byte.  
Tabel 4. 33 Rata-rata jitter Lab Bahasa – Lab IPA 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,043 0,036 0,039 0,039 3 Bagus 
64 0,051 0,040 0,048 0,045 3 Bagus 
128 0,093 0,090 0,089 0,091 3 Bagus 
256 0,202 0,186 0,196 0,194 3 Bagus 
512 0,344 0,330 0,336 0,366 3 Bagus 
1024 0,859 0,871 0,867 0,866 3 Bagus 
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Sesuai dengan standar TIPHON menurut Rahamd Saleh 
Lubis, hasil pengujian jitter pada Laboratorium Bahasa – 
Laboratorium IPA masuk pada kategori bagus dengan besar kurang 
dari 75 ms.  
 
Gambar 4. 34 Grafik rata-rata jitter Lab Bahasa – Lab IPA 
 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.34 menunjukkan 
hasil packet loss Laboratorium Bahasa – Laboratorium IPA berupa 
rata-rata packet loss dengan pemberian buffer (windows size) 32, 
64, 128, 256, 512, 1024 Byte. 
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Tabel 4. 34 Rata-rata packet loss Lab Bahasa – Lab IPA 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Laboratorium Bahasa – Laboratorium IPA masuk 
dalam kategori sangat bagus sesuai standar TIPHON menurut 
Rahmad Saleh Lubis dengan packet loss 0%.  
 
Gambar 4. 35 Grafik rata-rata packet loss Laboratorium Bahasa – Laboratorium IPA 
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4.2.3.5 Laboratorium Bahasa - Server 
1. Throughput  
Berdasarkan hasil pengujian TCP Laboratorium Bahasa – 
Server, besarnya rata-rata throughput dapat digambarkan pada 
gambar 4.36 dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 KByte. 
Tabel 4. 35 Rata-rata Throughput Lab Bahasa – Server 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 91,16 91,55 91,78 91,44 4 Sangat Bagus 
64 93,26 93,47 93,45 93,39 4 Sangat Bagus 
128 98,87 94,17 94,13 95,72 4 Sangat Bagus 
256 94,22 94,30 94,16 94,23 4 Sangat Bagus 
512 94,26 94,28 94,20 94,25 4 Sangat Bagus 
1024 94,29 94,21 94,33 94, 27 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada laboratorium bahasa dan server 
masuk dalam kategori sangat bagus. 
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Gambar 4. 36 Grafik rata-rata throughput Lab Bahasa – Server 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
Laboratorium Bahasa – Server, Tabel 4.36 menunjukkan data 
berupa rata-rata jitter dengan pemberian buffer (windows size) 32, 
64, 128, 256, 512, 1024 Byte.  
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Tabel 4. 36 Rata-rata jitter Lab Bahasa Server 
Buffer 
(byte) 
Jitter (ms) Rata -rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,037 0,040 0,033 0,036 3 Bagus 
64 0,042 0,052 0,046 0,047 3 Bagus 
128 0,096 0,089 0,091 0,092 3 Bagus 
256 0,184 0,114 0,117 0,138 3 Bagus 
512 0,305 0,421 0,431 0,385 3 Bagus 
1024 0,805 0,857 0,881 0,847 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Laboratorium Bahasa – server 
masuk pada kategori bagus dengan besar kurang dari 75 ms. 
 
Gambar 4. 37 Grafik rata-rata jitter Lab Bahasa – Server 
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3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.37 menunjukkan 
hasil packet loss Laboratorium Bahasa – Server berupa rata-rata 
packet loss dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 Byte. 
Tabel 4. 37 Rata-rata packet loss Lab Bahasa– Server 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0, 0 0 0 4 Sangat Bagus 
256 0,4 0 0,4 0,26 3 Bagus 
512 1,2 1 0,6 0,93 3 Bagus 
1024 1,3 1,4 0,7 1,13 3 Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Laboratorium Bahasa – Server masuk dalam kategori 
bagus sesuai standar TIPHON menurut Rahmad Saleh Lubis 
dengan packet loss <3%,  
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Gambar 4. 38 Grafik rata-rata packet loss Lab Bahasa – Server 
 
4.2.3.6 Laboratorium IPA - Server 
1. Throughput  
Berdasarkan hasil pengujian TCP Laboratorium IPA – 
Server, besarnya rata-rata throughput dapat digambarkan pada 
gambar 4.39 dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 KByte. 
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Tabel 4. 38Rata-rata Throughput Lab IPA – Server 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 61,74 59,6 55,55 58,96 3 Bagus 
64 64,38 63,43 64,25 64,02 3 Bagus 
128 66,02 66,11 67,63 66,56 3 Bagus 
256 72,74 66,44 68,16 69,11 3 Bagus 
512 78,55 76,82 76,40 77,25 4 Sangat Bagus 
1024 88,03 82,87 86,74 85,88 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada laboratorium IPA dan server 
masuk dalam kategori bagus. 
. 
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Gambar 4. 39 Grafik rata-rata throughput Lab IPA – Server 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
Laboratorium IPA – Server, Tabel 4.39 menunjukkan data berupa 
rata-rata jitter dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 Byte.  
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Tabel 4. 39 Rata-rata jitter Lab IPA -  Server 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 0,227 0,200 0,191 0,206 3 Bagus 
64 0,269 0,248 0,225 0,247 3 Bagus 
128 0,273 0,285 0,268 0,275 3 Bagus 
256 0,321 0,308 0,288 0,305 3 Bagus 
512 0,344 0,313 0,291 0,316 3 Bagus 
1024 0,498 0,510 0,395 0, 467 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Laboratorium IPA – Server 
masuk pada kategori bagus dengan besar kurang dari 75 ms.  
 
Gambar 4. 40 Grafik rata-rata jitter Lab IPA – Server 
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3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.40 menunjukkan 
hasil packet loss Laboratorium IPA – Server berupa rata-rata 
packet loss dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 Byte. 
Tabel 4. 40 Rata-rata packet loss Lab IPA – Server 
Buffer 
(byte) 
Packet loss (%) Rata - rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Laboratorium IPA – Server masuk dalam kategori 
sangat bagus sesuai standar TIPHON menurut Rahmad Saleh Lubis 
dengan packet loss 0%. 
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Gambar 4. 41 Grafik rata-rata packet loss Lab IPA – Server 
 
4.2.3.7 Kelas Atas switch 2 – Kelas Atas switch 3 
1. Throughput  
Berdasarkan hasil pengujian TCP Kelas Atas switch 2 – 
Kelas Atas switch 3, besarnya rata-rata throughput dapat 
digambarkan pada gambar 4.42 dengan pemberian buffer 
(windows size) 32, 64, 128, 256, 512, 1024 KByte. 
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Tabel 4. 41 Rata-rata Throughput Kelas Atas switch 2 – 3 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata – rata Indeks Kategori 
32 64,64 65,03 65,60 65,09 3 Bagus 
64 65,34 72,34 68,07 68,58 3 Bagus 
128 78,56 85,89 86,51 83,65 4 Sangat Bagus 
256 94,82 94,93 95,03 94,92 4 Sangat Bagus 
512 93,58 93,87 94,98 94,14 4 Sangat Bagus 
1024 92 95,14 95,21 94,11 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada kelas atas switch 2 dan kelas atas 
switch 3 masuk dalam kategori sangat bagus. 
 
 
Gambar 4. 42 Grafik rata-rata throughput Kelas Atas switch 2 – Kelas Atas switch 3 
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2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada Kelas 
Atas switch 2 – Kelas Atas switch 3, Tabel 4.42 menunjukkan data 
berupa rata-rata jitter dengan pemberian buffer (windows size) 32, 
64, 128, 256, 512, 1024 Byte.  
Tabel 4. 42 Rata-rata jitter Kelas Atas switch 2 – 3 
Buffer 
(byte) 
Jitter (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,045 0,035 0,046 0,042 3 Bagus 
64 0,076 0,086 0,076 0,079 3 Bagus 
128 0,063 0,073 0,066 0,067 3 Bagus 
256 0,219 0,172 0,194 0,195 3 Bagus 
512 0,278 0,165 0,260 0,234 3 Bagus 
1024 0,753 0,690 0,785 0,567 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Kelas Atas switch 2 – Kelas Atas 
switch 3 masuk pada kategori bagus dengan besar kurang dari 75 
ms. 
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Gambar 4. 43 Grafik rata-rata jitter Kelas Atas switch 2 – 3 
 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.43 menunjukkan 
hasil packet loss Kelas Atas switch 2 – Kelas Atas switch 3 berupa 
rata-rata packet loss dengan pemberian buffer (windows size) 32, 
64, 128, 256, 512, 1024 Byte. 
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Tabel 4. 43 Rata-rata packet loss Kelas Atas switch 2 – 3 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Kelas Atas switch 2 – Kelas Atas switch 3 masuk 
dalam kategori sangat bagus sesuai standar TIPHON  menurut 
Rahmad Saleh Lubis dengan packet loss 0%. 
 
Gambar 4. 44 Grafik rata-rata packet loss Kelas Atas switch 2 – 3 
 
0
0.1
0.2
0.3
0.4
0.5
0.6
0.7
0.8
0.9
1
32 64 128 256 512 1024
%
 
Buffer (Byte) 
Paket Loss Kelas Atas switch 2 - 3 
Paket Loss (%)
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
102 
 
4.2.3.8 Kelas Atas switch 2 – Kelas Bawah 
1. Throughput  
Berdasarkan hasil pengujian TCP Kelas Atas switch 2 – 
Kelas Bawah, besarnya rata-rata throughput dapat digambarkan 
pada gambar 4.45 dengan pemberian buffer (windows size) 32, 64, 
128, 256, 512, 1024 KByte. 
Tabel 4. 44 Rata-rata Throughput Kelas Atas switch 2 – Kelas Bawah 
Buffer 
(Kb) 
Throughput (%) Rata - rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 91,21 91,60 92,03 91,61 4 Sangat Bagus 
64 93,47 93,56 93,67 93,57 4 Sangat Bagus 
128 94,27 94,28 94,37 94,31 4 Sangat Bagus 
256 94,41 94,48 94,49 94,46 4 Sangat Bagus 
512 94,48 94,58 94,53 94,53 4 Sangat Bagus 
1024 95,48 94,55 94,61 94,88 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada kelas atas switch 2 dan kelas 
bawah masuk dalam kategori sangat bagus. 
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Gambar 4. 45 Grafik rata-rata throughput Kelas Atas switch 2 – Kelas Bawah 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada Kelas 
Atas switch 2 – Kelas Bawah, Tabel 4.45 menunjukkan data berupa 
rata-rata jitter dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 Byte.  
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Tabel 4. 45 Rata-rata jitter Kelas Atas switch 2 - Kelas Bawah 
Buffer 
(byte) 
Jitter (ms) Rata –rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,031 0,034 0,039 0,034 3 Bagus 
64 0,038 0,038 0,045 0,040 3 Bagus 
128 0,078 0,077 0,082 0,079 3 Bagus 
256 0,179 0,100 0,105 0,128 3 Bagus 
512 0,299 0,404 0,428 0,377 3 Bagus 
1024 0,791 0,817 0,428 0,678 3 Bagus 
 
Sesuai dengan standar TIPHON meneurut Rahmad Saleh 
Lubis , hasil pengujian jitter pada Kelas Atas switch 2 – Kelas 
Bawah masuk pada kategori bagus dengan besar kurang dari 75 
ms.  
 
Gambar 4. 46 Grafik rata-rata jitter Kelas Atas switch 2 – Kelas Bawah 
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3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.46 menunjukkan 
hasil packet loss Kelas Atas switch 2 – Kelas Bawah berupa rata-
rata packet loss dengan pemberian buffer (windows size) 32, 64, 
128, 256, 512, 1024 Byte. 
Tabel 4. 46 Rata-rata packet loss Kelas Atas switch 2 – Kelas Bawah 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Kelas Atas switch 2 – Kelas Bawah masuk dalam 
kategori sangat bagus sesuai standar TIPHON menurut Rahmad 
Saleh Lubis dengan packet loss 0%.  
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Gambar 4. 47 Grafik rata-rata packet loss Kelas Atas switch 2 – Kelas Bawah 
 
4.2.3.9 Kelas Atas switch 3 – Kelas Bawah 
1. Throughput  
Berdasarkan hasil pengujian TCP Kelas Atas switch 3 – 
Kelas Bawah, besarnya rata-rata throughput dapat digambarkan 
pada gambar 4.48 dengan pemberian buffer (windows size) 32, 64, 
128, 256, 512, 1024 KByte. 
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Tabel 4. 47 Rata-rata Throughput Kelas Atas switch 3 – Kelas Bawah 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 90,20 89,77 89,92 89,96 4 Sangat Bagus 
64 92,37 92,22 92,37 92,32 4 Sangat Bagus 
128 92,74 92,61 92,77 92,70 4 Sangat Bagus 
256 94,29 94,17 94,29 94,25 4 Sangat Bagus 
512 94,40 94,38 94,53 94,43 4 Sangat Bagus 
1024 95,01 94,81 95 94,94 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada kelas atas switch 3 – kelas bawah 
masuk dalam kategori sangat bagus. 
 
Gambar 4. 48 Grafik rata-rata throughput Kelas Atas switch 3 – Kelas Bawah 
0
10
20
30
40
50
60
70
80
90
100
32 64 128 256 512 1024
%
 
Buffer (KB) 
Throughput Kelas Atas switch 3 -Kelas Bawah  
Throughput
(%)
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
108 
 
2. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada Kelas 
Atas switch 3 – Kelas Bawah, Tabel 4.48 menunjukkan data berupa 
rata-rata jitter dengan pemberian buffer (windows size) 32, 64, 128, 
256, 512, 1024 Byte.  
Tabel 4. 48 Rata-rata jitter Kelas Atas switch 3 - Kelas Bawah 
Buffer 
(byte) 
Jitter (ms) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0,041 0,039 0,041 0,040 3 Bagus 
64 0,050 0,048 0,049 0,049 3 Bagus 
128 0,094 0,092 0,092 0,093 3 Bagus 
256 0,201 0,199 0,2 0,200 3 Bagus 
512 0,343 0,337 0,341 0,370 3 Bagus 
1024 0,884 0,879 0,881 0,881 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Kelas Atas switch 3 – Kelas 
Bawah masuk pada kategori bagus dengan besar kurang dari 75 
ms.  
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Gambar 4. 49 Grafik rata-rata jitter Kelas Atas switch 3 – Kelas Bawah 
 
3. Packet Loss 
Hasil pengujian packet loss pada tabel 4.49 menunjukkan 
hasil packet loss Kelas Atas switch 3 – Kelas Bawah berupa rata-
rata packet loss dengan pemberian buffer (windows size) 32, 64, 
128, 256, 512, 1024 Byte. 
 
 
 
 
 
 
 
 
0
0.1
0.2
0.3
0.4
0.5
0.6
0.7
0.8
0.9
1
32 64 128 256 512 1024
m
s 
Buffer (Byte) 
Jitter Kelas Atas switch 3 - Kelas Bawah 
Jitter (ms)
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
110 
 
Tabel 4. 49Rata-rata packet loss Kelas Atas switch 3 – Kelas Bawah 
Buffer 
(byte) 
Packet loss (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 0 0 0 0 4 Sangat Bagus 
64 0 0 0 0 4 Sangat Bagus 
128 0 0 0 0 4 Sangat Bagus 
256 0 0 0 0 4 Sangat Bagus 
512 0 0 0 0 4 Sangat Bagus 
1024 0 0 0 0 4 Sangat Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Kelas Atas switch 3 – Kelas Bawah masuk dalam 
kategori sangat bagus sesuai standar TIPHON menurut Rahmad 
Saleh Lubis dengan packet loss 0%.  
 
Gambar 4. 50 Grafik rata-rata packet loss Kelas Atas switch 3 – Kelas Bawah 
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4.2.3.10 Laboratorium Komputer switch 4 - 5 
1. Throughput  
Berdasarkan hasil pengujian TCP Laboratorium Komputer 
switch 4 – 5, besarnya rata-rata throughput dapat digambarkan 
pada gambar 4.51 dengan pemberian buffer (windows size) 32, 64, 
128, 256, 512, 1024 KByte. 
Tabel 4. 50 Rata-rata Throughput Laboratorium Komputer switch 4 – 5 
Buffer 
(Kb) 
Throughput (%) Rata – rata 
Jam 7 Jam 9 Jam 11 Rata - rata Indeks Kategori 
32 93,05 93,08 92,64 92,92 4 Sangat Bagus 
64 93,76 93,89 93,81 93,83 4 Sangat Bagus 
128 94,80 94,85 94,85 94,83 4 Sangat Bagus 
256 94,86 94,91 94,87 94,88 4 Sangat Bagus 
512 94,94 94,99 94,94 94,96 4 Sangat Bagus 
1024 94,96 95,09 95 95,01 4 Sangat Bagus 
 
Sesuai standar TIPHON menurut Rahmad Saleh Lubis, hasil 
rata – rata throughput yang terdapat pada tabel diatas maka dapat 
dilihat bahwa throughput pada kelas laboratorium komputer 
switch 4 – laboratorium komputer switch 5  masuk dalam kategori 
sangat bagus. 
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Gambar 4. 51 Grafik rata-rata throughput Laboratorium Komputer switch 4 – 5 
 
4.2.4. Pengujian UDP Laboratorium  Komputer fast ethernet dan   
   Gigabit ethernet 
 
1. Jitter 
Dari hasil pengujian didapatkan rata-rata jitter pada 
Laboratorium Komputer switch 4 – 5 dengan Gigabit Ethernet, 
Tabel 4.51 dan Tabel 4.52 menunjukkan data berupa rata-rata jitter 
dengan pemberian buffer 1024 Mbyte.  
Tabel 4. 51 Rata-rata jitter Laboratorium Komputer switch 4 (server) – 5 (client) 
Buffer 
(Mbyte) 
LAN Jitter 
(ms) 
Indeks Kategori 
1024 Gigabit Ethernet 26,55 3 Bagus 
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Tabel 4. 52 Rata-rata jitter Laboratorium Komputer switch 5 (server) – 4 (client) 
Buffer 
(Mbyte) 
LAN Jitter 
(ms) 
Indeks Kategori 
1024 Gigabit Ethernet 27,47 3 Bagus 
 
Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Laboratorium Komputer switch 4 
– 5 menggunakan gigabit ethernet dengan dibanjiri buffer sebesar 
1024 MB masuk pada kategori bagus dengan besar kurang dari 75 
ms.  
Dari hasil pengujian didapatkan rata-rata jitter pada 
Laboratorium Komputer switch 4 – 5 dengan Fast Ethernet, Tabel 
4.53 dan Tabel 4.54 menunjukkan data berupa rata-rata jitter 
dengan pemberian buffer 1024 Mbyte.  
Tabel 4. 53 Rata-rata jitter Laboratorium Komputer switch 4 (server) – 5 (client) 
Buffer 
(Mbyte) 
LAN Jitter 
(ms) 
Indeks Kategori 
1024 Fast Ethernet 8,742 3 Bagus 
 
Tabel 4. 54 Rata-rata jitter Laboratorium Komputer switch 5 (server) – 4 (client) 
Buffer 
(Mbyte) 
LAN Jitter 
(ms) 
Indeks Kategori 
1024 Fast Ethernet 8,822 3 Bagus 
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Sesuai dengan standar TIPHON menurut Rahmad Saleh 
Lubis, hasil pengujian jitter pada Laboratorium Komputer switch 4 
– 5 masuk menggunakan fast ethernet dengan dibanjiri buffer 
sebesar 1024 MB pada kategori bagus dengan besar kurang dari 75 
ms.  
2. Packet Loss 
Hasil pengujian packet loss pada tabel 4.55 dan 4.56 
menunjukkan hasil packet loss Laboratorium Komputer switch 4 – 
5 dengan Gigabit Ethernet berupa rata-rata packet loss dengan 
pemberian buffer 1024 Mbyte. 
Tabel 4. 55 Rata-rata Paket loss Laboratorium Komputer switch 4 (server) – 5 (client) 
Buffer 
(Mbyte) 
LAN Paket loss 
(%) 
Indeks Kategori 
1024 Gigabit Ethernet 1,43 3 Bagus 
 
Tabel 4. 56 Rata-rata Paket loss Laboratorium Komputer switch 5 (server) – 4 (client) 
Buffer 
(Mbyte) 
LAN Paket loss 
(%) 
Indeks Kategori 
1024 Gigabit Ethernet 1,58 3 Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Laboratorium Komputer switch 4 – 5 menggunakan 
gigabit ethernet dengan dibanjiri buffer sebesar 1024 MB masuk 
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dalam kategori bagus sesuai standar TIPHON menurut Rahmad 
Saleh Lubis dengan packet loss 1 - 3%.  
 
Hasil pengujian packet loss pada tabel 4.57 dan 4.58 
menunjukkan hasil packet loss Laboratorium Komputer switch 4 – 
5 dengan Fast Ethernet berupa rata-rata packet loss dengan 
pemberian buffer 1024 Mbyte. 
Tabel 4. 57 Rata-rata Paket loss Laboratorium Komputer switch 4 (server) – 5 (client) 
Buffer 
(Mbyte) 
LAN Paket loss 
(%) 
Indeks Kategori 
1024 Fast Ethernet 1,01 3 Bagus 
 
Tabel 4. 58 Rata-rata Paket loss Laboratorium Komputer switch 5 (server) – 4 (client) 
Buffer 
(Mbyte) 
LAN Paket loss 
(%) 
Indeks Kategori 
1024 Fast Ethernet 1,09 3 Bagus 
 
Dengan hasil tabel diatas dapat ditarik kesimpulan bahwa 
packet loss di Laboratorium Komputer switch 4 – 5 menggunakan 
fast ethernet dengan dibanjiri buffer sebesar 1024 MB masuk 
dalam kategori bagus sesuai standar TIPHON menurut Rahmad 
Saleh Lubis dengan packet loss 1 - 3%.  
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Jika hasil diatas dibandingkan, maka terlihat bahwa packet 
loss dan jitter pada fast ethernet lebih baik dari pada gigabit 
ethernet. Fenomena ini di sebabkan oleh : 
 Mode transmisi : Konfigurasi pada client dan switch  
kemungkinan tidak sesuai (duplex, fullfuplex, atau 
auto) 
 Kabel dan konektor : Kabel yang digunakan kabel 
UTP cat 6, namun jenis konektor tidak diketahui. 
 Driver pada NIC : Kemungkinan masih ada bug saat 
diberi buffer. 
 Perangkat Keras : Lebar bus slot ekspansi dari 
spesifikasi motherboard kemungkinan tidak sesuai 
dengan gigabit ethernet card. (Bandwidth bus 
kurang untuk transmisi gigabit ethernet) 
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4.2.5 Analisis Topologi Fisik 
 
Gambar 4. 52 Topologi Fisik SMA Pangudi Luhur Yogyakarta 
 
Dari topologi yang digunakan oleh SMA Pangudi Luhur 
Yogyakarta saat ini, dapat disimpulkan bahwa topologi tersebut tidak 
sesuai dengan kaidah desain jaringan LAN berbasis switch. Teori tersebut 
sudah terpapar pada landasan teori BAB II. Topologi yang digunakan saat 
ini memiliki performansi yang cukup baik ditinjau dari hasil pengujian 
Throughput, Jitter, dan Paket loss dengan tolak ukur TIPHON menurut 
Rahmad Saleh Lubis. Namun dari sudut pandang desain LAN berbasis 
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switch masih kurang benar. Topologi yang digunakan SMA Pangudi 
Luhur memiliki kelemahan dari sudut pandang scalability, redundancy, 
performance, security, manageability, dan maintainability. Berikut ini 
penjelasan bahwa topologi yang digunakan SMA Pangudi Luhur 
Yogyakarta belum sesuai dengan desain LAN berbasis switch : 
1. Scalability 
Ditinjau dari topologi infrastruktur jaringan LAN, jaringan 
LAN di SMA Pangudi Luhur Yogyakarta sulit dikembangkan 
karena semua switch berada pada access layer. Langkah yang 
harus dilakukan adalah melibatkan core dan distribution layer 
atau menggunakan metode collapse yaitu menggabungkan core 
dan distribution layer dalam 1 layer. (core-distribution) 
2. Redundancy 
Redundancy menjamin ketersediaan jalur alternatif lebih 
dari satu jalur yang mempunyai tingkat kegagalan yang kecil. 
Oleh sebab itu harus di tambahkan jalur redudancy antar semua 
switch agar bila terjadi kegagalan pada satu jalur, maka dapat 
melewati jalur lainya. 
3. Performance 
Performance infrastruktur LAN di SMA Pangudi Luhur 
Yogyakarta sudah handal, hal ini dapat dilihat dari hasil 
pengujian. Desain hierarki pada core dan distribution layer 
memberikan tingkat performansi yang lebih baik dan handal 
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(link aggregation) melalui susunan bandwidth bertingkat. 
Dengan menerapkan link aggregation, maka bandwidth dapat 
dikelola dan load balancing dapat diatur.   
4. Security 
Pada desain LAN berbasis switch pengelolaan keamanan 
jaringan dapat diatur pada level distribution layer. Keamanan 
dapat diterapkan pada layer ini dengan menonaktifkan port 
yang tidak digunakan, memberi password pada switch dan 
menerapkan ACL (Access Control List). 
5. Manageability 
Pengelolaan pada infrastruktur LAN tidak dilakukan 
dengan benar, sehingga penambahan device menjadi tidak 
konsisten. Pengelolaan dapat dilakukan dengan baik jika 
jaringan LAN dikelompokkan sesusai dengan layanan dan 
peruntukannya (modularitas). 
6. Maintainability 
Maintaintibility sulit untuk dilakukan karena peta topologi 
di SMA Pangudi Luhur Yogyakarta tidak jelas. Namun dengan 
modularitas desain, maka penanganan kerusakan (troubleshoot) 
dapat dilakukan dan jaringan LAN dapat lebih mudah 
dikembangkan (fleksibel).  
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Berikut ini penjelasan mengenai topologi SMA Pangudi Luhur 
Yogyakarta yang ditinjau dari sudut pandang terminologi desain  LAN 
berbasis switch : 
1. Network Diameter 
Network diameter dari Laboratorium Bahasa (VLAN 2) 
menuju ke Laboratorium Komputer (VLAN 6) adalah melalui 5 
switch. Hal ini dapat menjadi lebih pendek jika diterapkan 
desain hirarki pada LAN berbasis switch sehingga jumlah 
switch yang dilalui menjadi lebih sedikit (minimal). 
2. Bandwitdh Aggregation 
Jika diterapkan bandwitdh aggregation yang 
mengimplementasikan kombinasi beberapa jalur diantara dua 
switch ke dalam satu logical link. Topologi yang digunakan di 
SMA Pangudi Luhur Yogyakarta memiliki tingkat kesulitan 
yang tinggi Hal ini dikarenakan struktur topologi yang 
digunakan adalah flat, dimana seluruh switch berada pada 
layer yang sama. 
3. Redundant Links 
Prinsip ini tidak bisa diterapkan pada topologi SMA 
Pangudi Luhur Yogyakarta, karena untuk melakukan 
redundant links yang efektif, maka topologi haruslah 
bertingkat (hirarki) Sedangkan topologi di SMA Pangudi 
Luhur Yogyakarta adalah flat. Penerapan redundant link harus 
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dilakukan pada setiap switch (mesh) yang akan mengakibatkan 
biaya tinggi. Redundant link sangat bermanfaat karena 
menjamin ketersediaan jaringan melalui beberapa jalur 
alternatif yang dapat di lewati ketika jalur utama mengalami 
kegagalan. 
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BAB V 
KESIMPULAN DAN SARAN 
5.1. Kesimpulan  
 Kesimpulan yang dapat ditarik dari penelitian ini adalah: 
1. Infrastruktur LAN di SMA Pangudi Luhur Yogyakarta memiliki unjuk 
kerja yang baik. Tetapi masih memiliki aspek yang kurang baik ditinjau 
dari sudut pandang desain jaringan berbasis switch yang meliputi : 
infrastruktur tidak flesibel untuk dikembangkan, tidak menjamin 
ketersediaan jalur, keamanan jaringan rendah dan kerumitan dalam 
pengelolaan dan perawatan jaringan karena ketidak jelasan topologi. 
2. Hasil pengujian memperlihatkan fenomena yang bertentangan dengan 
teori, yaitu  fast ethernet memiliki performansi UDP yang lebih baik dari 
pada gigabit ethernet. Fenomena ini kemungkinan disebabkan karena 
ketidaksesuaian konfigurasi di layer fisik pada saat pengujian dilakukan, 
seperti mode transmisi (duplex, fullduplex, atau auto), kabel dan konektor 
yang digunakan, driver pada NIC, dan spesifikasi yang digunakan pada 
sisi perangkat keras komputer server dan client. 
5.2. Saran 
Terdapat beberapa saran dari penulis guna perbaikan kualitas jaringan 
intranet di SMA Pangudi Luhur Yogyakarta. Adapun saran tersebut adalah: 
1. Melakukan re-engineering pada toplogi LAN SMA Pangudi Luhur 
Yogyakarta dengan menerapkan desain hirarki LAN berbasis switch. 
2. Membuat dokumentasi jaringan, baik pada topologi fisik maupun logic. 
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3. Melakukan monitoring dan perawatan secara berkala dan merevisi 
dokumentasi jika diperlukan. 
4. Membuat perancangan pengembangan jaringan berdasarkan dokumentasi 
dan perkembangan institusi. 
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Spesifikasi Alat 
1. Perangkat keras (Hardware)  
a. Server 
Description Tower Computer 
Product ProLiant ML350 G6 
Vendor HP 
Processor Intel(R) Xeon(R) CPU 
E5504 @ 2.00 GHz 
RAM 4 GB 
Harddisk 500 GB 
 
b. Komputer Client 
OS Windows XP Profesional 
32-bit SP2 
CPU Intel Core i3 2130 @ 3.40 
GHz (Sandy Bridge 32nm 
Technology) 
RAM  1.00 GB Single channel 
DDR3 
Motherboard MSI H61M-P35 (MS-7680) 
Graphics Intel HD Graphics (MSI) 
Harddisk 80 GB Western Digital 
WDC 
Optical Drives TSSTCorp CDDVDW SH-
222BB 
Audio Realtek High Definition 
Audio 
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OS Windows XP Profesional 
32-bit SP2 
CPU Intel Core 2 duo 7500 @ 
2,9 GHz 
RAM  1.00 GB Single channel 
DDR3 
Motherboard MSI G41 P23 (MS-775) 
Graphics Intel HD Graphics (MSI) 
Harddisk 80 GB Western Digital 
WDC 
Optical Drives TSSTCorp CDDVDW SH-
222BB 
Audio Realtek High Definition 
Audio 
 
2. Perangkat Lunak (Software) 
 
Linux Ubuntu server 10.04 
Kernel 2.6.35-22 
Apache 2.2.16 
MySql 5.1.49 
PHP 5.2.10-2 ubuntu 6 
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Blueprint Laboratorium Komputer 
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Dokumentasi Alat 
 Server 
 
 Router 
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 Switch 
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Data 
 1 Switch 1 VLAN 
Kelas Bawah jam 7 
  32 KB 
 Percobaan Throughput (Mbits) 
1 67,2 
2 66,2 
3 55,3 
4 66,1 
5 66,1 
6 54,5 
7 67,1 
8 66,1 
9 53,5 
10 53,4 
11 66,1 
12 67,1 
13 52,4 
14 66,1 
15 61,9 
16 60,8 
17 50,3 
18 65,2 
19 67,1 
20 66,1 
21 50,3 
22 53,5 
23 47,3 
24 67,1 
25 67,2 
26 66,3 
27 67,2 
28 67,1 
29 66,3 
30 68,3 
Jumlah 1859,2 
Rata-rata 61,97 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
132 
 
 
  64 KB 
 Percobaan Troughput (Mbits) 
1 72,3 
2 65,2 
3 70,3 
4 69,3 
5 88,2 
6 89,1 
7 72,4 
8 69,2 
9 65,2 
10 89,1 
11 69,2 
12 68,1 
13 68,2 
14 69,3 
15 89,1 
16 71,3 
17 72,3 
18 75,6 
19 86,1 
20 69,3 
21 87,2 
22 82,5 
23 83,2 
24 82,1 
25 81,3 
26 78,9 
27 84,6 
28 86,2 
29 67,1 
30 65,2 
Jumlah 2287,1 
Rata-rata 76,24 
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  128 KB 
 Percobaan Troughput (Mbits) 
1 86,2 
2 89,2 
3 81,2 
4 86,2 
5 89,1 
6 88,1 
7 89,2 
8 89,3 
9 84,2 
10 86,2 
11 89,6 
12 88,6 
13 87,9 
14 87,6 
15 89,1 
16 87,4 
17 89,2 
18 88,9 
19 82,1 
20 87,6 
21 87,2 
22 89,2 
23 84,6 
24 87,6 
25 89,3 
26 84,9 
27 86,7 
28 89,3 
29 87,2 
30 88,2 
Jumlah 2621,1 
Rata-rata 87,37 
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256 KB 
 Percobaan Troughput (Mbits) 
1 98,6 
2 86,9 
3 89,2 
4 93,2 
5 92,6 
6 94,5 
7 95,4 
8 94,4 
9 94,4 
10 95,4 
11 95,6 
12 95,2 
13 95,3 
14 95,1 
15 94,9 
16 94,8 
17 95,8 
18 95,2 
19 95,7 
20 95,4 
21 92,6 
22 95,7 
23 95,3 
24 95,1 
25 95,6 
26 95,7 
27 95,2 
28 89,1 
29 89,5 
30 94,9 
Jumlah 2826,3 
Rata-rata 94,21 
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512 KB 
 Percobaan Troughput (Mbits) 
1 97,2 
2 96,1 
3 95,4 
4 95,4 
5 95,2 
6 95,1 
7 94,9 
8 94,9 
9 94,9 
10 95,2 
11 95,3 
12 95,2 
13 94,8 
14 95,4 
15 96,2 
16 95,2 
17 95,3 
18 95,1 
19 95,3 
20 95,7 
21 95,8 
22 95,7 
23 95,3 
24 95,3 
25 95,2 
26 94,2 
27 95,4 
28 95,3 
29 95,3 
30 95,1 
Jumlah 2860,4 
Rata-rata 95,35 
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1024 KB 
 Percobaan Troughput (Mbits) 
1 94,8 
2 93,3 
3 93,3 
4 94,4 
5 95,4 
6 95,5 
7 96,2 
8 96,3 
9 97,2 
10 97,1 
11 97,6 
12 97,5 
13 97,3 
14 97,2 
15 97,2 
16 92,6 
17 95,6 
18 96,3 
19 96,5 
20 95,6 
21 96,4 
22 96,7 
23 98,2 
24 99,2 
25 98,9 
26 98,9 
27 95,8 
28 96,2 
29 98,2 
30 98,2 
Jumlah 2893,6 
Rata-rata 96,45 
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 Antar VLAN 
Lab IPA - Server jam 7 
  32 Kbyte 
 Percobaan Throughput (Mbits) 
1 61,9 
2 62 
3 64,3 
4 60,7 
5 62,9 
6 61,7 
7 60,6 
8 61,3 
9 61,8 
10 61,4 
11 60 
12 59,3 
13 61,3 
14 62,1 
15 62,9 
16 59,8 
17 63,2 
18 60,2 
19 60,2 
20 59,3 
21 62,6 
22 62,3 
23 62,5 
24 60,7 
25 61,6 
26 63,2 
27 62,5 
28 62,7 
29 63,2 
30 64,1 
Jumlah 1852,3 
Rata - rata 61,74 
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64 Kbyte 
 Percobaan Throughput (Mbits) 
1 62 
2 65,2 
3 61,8 
4 63,9 
5 63,3 
6 63,3 
7 63,2 
8 65,6 
9 63,7 
10 64,5 
11 64,1 
12 63,6 
13 64,3 
14 64,8 
15 65,2 
16 65,5 
17 64,6 
18 65,2 
19 64,3 
20 65 
21 64,6 
22 65,1 
23 65,3 
24 64,4 
25 65,2 
26 64,9 
27 65,2 
28 64,1 
29 65,2 
30 64,2 
Jumlah 1931,3 
Rata - rata 64,38 
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128 Kbyte 
 Percobaan Throughput (Mbits) 
1 65,5 
2 65,8 
3 66,4 
4 67 
5 65,8 
6 68,3 
7 66,7 
8 66,1 
9 65,9 
10 65,6 
11 66 
12 65,7 
13 66,3 
14 66,1 
15 66,4 
16 66,1 
17 65,9 
18 66,5 
19 64,5 
20 65,5 
21 66,1 
22 65,6 
23 67,2 
24 66,1 
25 67,2 
26 66,4 
27 65,2 
28 65,3 
29 64,2 
30 65,2 
Jumlah 1980,6 
Rata - rata 66,02 
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256 Kbyte 
 Percobaan Throughput (Mbits) 
1 79,4 
2 73,8 
3 62 
4 58 
5 58,5 
6 57,4 
7 55,1 
8 73 
9 69,1 
10 74,8 
11 72,6 
12 66,2 
13 81,6 
14 71,3 
15 79,2 
16 72 
17 77,7 
18 73,9 
19 74,4 
20 73,4 
21 78,3 
22 79,3 
23 77,3 
24 77,7 
25 76,7 
26 78,1 
27 77,2 
28 78,1 
29 78,3 
30 77,9 
Jumlah 2182,3 
Rata - rata 72,74 
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512 Kbyte 
 Percobaan Throughput (Mbits) 
1 79,4 
2 73,8 
3 81,2 
4 81,3 
5 78,8 
6 79,2 
7 82,1 
8 83,2 
9 79,9 
10 78,4 
11 76,6 
12 78,2 
13 81,6 
14 71,3 
15 79,2 
16 73,2 
17 77,7 
18 73,9 
19 74,4 
20 73,4 
21 78,3 
22 79,3 
23 77,3 
24 77,7 
25 82,1 
26 83,2 
27 83,2 
28 78,1 
29 78,3 
30 82,1 
Jumlah 2356,4 
Rata - rata 78,55 
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1024 Kbyte 
 
Percobaan 
Throughput 
(Mbits) 
1 86,7 
2 87,9 
3 87,9 
4 88,3 
5 88,2 
6 87,6 
7 87,9 
8 88 
9 87,1 
10 87,6 
11 87,7 
12 88 
13 88,2 
14 88,3 
15 87,8 
16 87,1 
17 88,1 
18 88,4 
19 88,2 
20 88,9 
21 88,6 
22 88,6 
23 88,2 
24 88,1 
25 88,3 
26 88,5 
27 88,2 
28 88,2 
29 88,1 
30 88,3 
Jumlah 2641 
Rata - rata 88,03 
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 Laboratorium Komputer 
 
Percobaan Jitter Paket loss 
 
Percobaan Jitter Paket loss 
1 30,192 0,2 
 
1 33,147 1,8 
2 29,158 0,1 
 
2 32,187 1,2 
3 51,245 2,1 
 
3 52,168 2,1 
4 25,127 0,1 
 
4 25,127 0,1 
5 11,001 0,3 
 
5 11,001 0,3 
6 20,021 0,7 
 
6 20,021 2,1 
7 18,005 0,3 
 
7 18,005 0,3 
8 48,147 1,8 
 
8 48,147 1,8 
9 11,121 0,2 
 
9 19,185 0,2 
10 25,301 0,8 
 
10 25,301 0,8 
11 16,894 0,9 
 
11 18,169 0,9 
12 29,111 1,6 
 
12 29,111 1,6 
13 34,026 2,1 
 
13 34,026 2,1 
14 47,158 2,3 
 
14 49,168 2,3 
15 16,247 0,8 
 
15 16,247 1,1 
16 18,004 0,9 
 
16 18,004 0,9 
17 30,198 1,8 
 
17 30,198 1,8 
18 30,198 1,7 
 
18 30,198 1,7 
19 32,148 2,6 
 
19 32,148 2,6 
20 25,168 2,4 
 
20 25,168 2,4 
21 25,483 2,1 
 
21 25,483 2,1 
22 22,111 2,9 
 
22 22,111 2,9 
23 29,168 1,4 
 
23 29,168 1,4 
24 29,248 1,2 
 
24 29,248 1,2 
25 31,154 1,5 
 
25 34,158 1,5 
26 28,148 2,4 
 
26 26,879 2,4 
27 32,187 2,2 
 
27 30,168 2,2 
28 18,147 1,9 
 
28 19,147 1,9 
29 16,248 1,8 
 
29 25,068 1,8 
30 16,145 1,8 
 
30 16,002 1,8 
Jumlah 796,509 42,9 
 
Jumlah 824,158 47,3 
Rata - rata 26,5503 1,43 
 
Rata - rata 27,47193 1,58 
nb : switch 4 SERVER switch 5 CLIENT 
nb : switch 5 SERVER switch 4 
CLIENT 
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