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Sílabo de Derecho Informático para Ingeniería 
 
 
I. Datos generales 
Código ASUC 01042 
Carácter Obligatorio 
Créditos 3 
Periodo académico 2020 
Requisito Ninguno 
Horas Teóricas: 2 Prácticas: 2 
 
 
 
II.  Sumilla de la asignatura 
 
La asignatura corresponde al área de estudios de especialidad, es de naturaleza teórico práctica. Tiene 
como propósito desarrollar en el estudiante la capacidad de interpretar las diversas normas nacionales e 
internacionales que regulan el buen uso de la Tecnología de la Información y Comunicación. 
La asignatura contiene: Introducción al derecho informático. La protección de datos. Ley orgánica de 
protección de datos de carácter personal. Protección jurídica del software. Protección jurídica de las 
bases de datos. El delito informático. La ley de servicios de la sociedad de la información y comercio 
electrónico. 
 
 
III. Resultado de aprendizaje de la asignatura 
 
Al finalizar la asignatura, el estudiante será capaz de analizar e interpretar la normatividad vigente sobre el 
uso de las Tecnologías de la Información y la Comunicación; para el desarrollo ético de sus actividades 
profesionales. 
 
La presente asignatura contribuye al logro del resultado del estudiante: 
 
(f) Comprensión de la responsabilidad profesional y ética. 
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IV. Organización de los aprendizajes 
Unidad I 
La sociedad de la información y la legislación informática  
Duración 
en horas 
16 
Resultado de 
aprendizaje de la 
Unidad 
Al finalizar la unidad, el estudiante será capaz de exponer e interpretar la 
estructura de las normas peruanas donde se evidencia las fuentes del derecho, la 
informática jurídica que serán aplicadas dentro del derecho informático, 
demostrando dominio del tema, claridad y fluidez. 
Conocimientos Habilidades Actitudes 
 Conceptos generales sobre 
la sociedad, tecnología y 
derecho. 
 
 Las fuentes del derecho. La 
legislación peruana. 
 
 
 El derecho informático. La 
informática jurídica. 
 
 
 La libertad informática en la 
legislación peruana. 
 
 
 
 Interpreta y analiza los 
resultados de la Cumbre 
Mundial de la Sociedad 
de la Información. 
 
 Examina la estructura de 
las normas jurídicas 
peruanas. 
 
 Compara el derecho 
informático y la 
informática jurídica.   
 
 Analiza las normas 
jurídicas del Perú sobre la  
libertad informática. 
 Asume una actitud 
reflexiva sobre la 
importancia de la 
normatividad en el 
desarrollo de las 
Tecnologías de la 
Información. 
 
Instrumento de 
evaluación 
 Prueba objetiva 
Bibliografía (Básica y 
Complementaria) 
Básica 
 Blossier Hume, J.J. (2003). Informática jurídica. Ediciones Portocarrero. Código 
Biblioteca UC: 348.28 / B64 2003 / 1 
 Juárez Pérez, M.H., Toto Jiménez, D. y Martínez, R. (2014). Derecho informático: 
¿necesario para reducir delitos en la red? Una revisión literaria del derecho 
informático. España: Saarbru  cken Editorial Académica Española.  
 Tellez Valdes, J. (2008). Derecho informático. McGraw Hill. Código Biblioteca 
UC: D340 / T35 2009 
 
Complementaria 
 Aguilar Castro, G. (2012). Ética y delito informático: Ética profesional, ética en 
los sistemas de información, ética en la administración de recursos 
informáticos y delito. México: EAE.  
 
Recursos Educativos 
digitales 
 IV Conferencia sobre la sociedad de la información de América Latina y el 
Caribe. Sesión inaugural [en línea].[Consulta: 9 agosto de 2013] Disponible en 
https://www.youtube.com/watch?v=DP47801l8uY  
 
 Tellez, J. Derecho informático. [Consulta: 26 de octubre de 2012]. Disponible 
en https://www.youtube.com/watch?v=ubi5DSu06ro  
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Unidad II 
El gobierno electrónico y la regulación jurídica de la información 
Duración 
en horas 
16 
Resultado de 
aprendizaje de la 
Unidad 
Al finalizar la unidad, el estudiante será capaz de elaborar una monografía del 
avance de la implementación del gobierno electrónico a través del ONGEI, la ley 
de protección de datos personales, demostrando dominio teórico adecuado. 
Conocimientos Habilidades Actitudes 
  
 Conceptos de gobierno 
electrónico y ciberjusticia. 
 
 Protección jurídica de los 
datos personales.  
 
 Flujo de datos 
transfronterizos, 
regulación jurídica de 
internet. 
 
 El derecho a la 
propiedad intelectual y  
las TICs 
 
 
 
 
 
 
 Analiza el gobierno 
electrónico en el Perú. 
 
 Indaga la jurisprudencia 
administrativa y judicial del 
Perú en materia de 
protección de datos. 
 
 Reconoce la información 
jurídica del flujo internacional 
de datos 
 
 Analiza las normas que 
regulan el derecho a la 
propiedad intelectual. 
 
 Valora las nuevas TIC’s con 
relación a la jurisprudencia 
reinante. 
 Asume una actitud 
reflexiva sobre la 
implementación del 
gobierno electrónico 
en el Perú, la ley de 
protección de datos 
personales y la 
propiedad 
intelectual. 
 
Instrumento de 
evaluación 
 Rúbrica para evaluar una monografía. 
 Rúbrica para evaluar una exposición. 
 
Bibliografía 
(Básica y 
Complementaria) 
Básica 
 Blossiers Hume, J.J. (2003). Informática jurídica. Ediciones Portocarrero. 
 Juárez Pérez, M.H., Toto Jiménez, D. y Martínez, R. (2014). Derecho informático: 
¿necesario para reducir delitos en la red? Una revisión literaria del derecho 
informático. España: Saarbru  cken Editorial Académica Española.  
 Tellez Valdes, J. (2008). Derecho informático.  McGraw Hill. 
 
Complementaria 
 Aguilar Castillo, G. (2012). Ética y delito informático: Ética profesional, ética en 
los sistemas de información, ética en la administración de recursos 
informáticos y delito. México: EAE.  
 
Recursos Educativos 
digitales 
 10 años de gobierno electrónico en el Perú [en línea][[Consulta: 25 de 
noviembre de 2013] Disponible en 
https://www.youtube.com/watch?v=O7rm6TRN0Jk  
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Unidad III 
Los contratos informáticos y riesgos informáticos 
Duración 
en horas 
16 
Resultado de 
aprendizaje de la 
Unidad 
Al finalizar la unidad, el estudiante será capaz de organizar una charla referida a 
los contratos informáticos, considerando los riesgos, delitos informáticos y la 
regulación del uso del comercio electrónico. 
Conocimientos Habilidades Actitudes 
 Contratos informáticos.  
 
 
 Riesgos informáticos. 
 
 
 Delitos Informáticos. 
 
 
 Comercio electrónico. 
 
 Interpreta y analiza la 
normatividad vigente de los 
contratos informáticos. 
 Reconoce los riesgos 
existentes en materia 
informática, haciendo uso 
de las normas existentes. 
 Interpreta y analiza la Ley de 
delitos informáticos. 
 Analiza las características y 
seguridad de internet en el 
uso del comercio 
electrónico. 
 Asume una actitud 
responsable y crítica 
sobre las normas 
vigentes para los 
contratos 
informáticos, 
seguridad de la 
información, delitos 
informáticos y 
comercio 
electrónico. 
 
Instrumento de 
evaluación 
 Rúbrica para evaluar una exposición.  
 
Bibliografía 
(Básica y 
Complementaria) 
Básica 
 Blossiers Hume, J.J. (2003). Informática jurídica. Ediciones Portocarrero.  
 Juárez Pérez, M.H. y Toto Jiménez, D. y Martínez, R. (2014). Derecho 
informático: ¿necesario para reducir delitos en la red? Una revisión literaria del 
derecho informático. España: Saarbru cken Editorial Académica Española.  
 Tellez Valdes, J. (2008). Derecho informático.  McGraw Hill. 
 
Complementaria 
 Aguilar Castillo, G. (2012). Ética y delito informático: Ética profesional, ética en 
los sistemas de información, ética en la administración de recursos 
informáticos y delito. México: EAE.  
 
Recursos Educativos 
digitales 
 Delitos informáticos [en línea] [Consulta: 29 de enero de 2013] Disponible en 
https://www.youtube.com/watch?v=FHLnmJ_yTuA  
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Unidad IV 
Riesgos del spam y aspectos laborales de la informática 
Duración 
en horas 
16 
Resultado de 
aprendizaje de la 
unidad 
Al finalizar la unidad, el estudiante será capaz de elaborar un tríptico sobre las 
normas del SPAM y otros para el uso adecuado de la informática en la práctica 
de su profesión. 
Conocimientos Habilidades Actitudes 
 Regulación jurídica del 
Spam. 
 
 Implicancias del teletrabajo. 
 
 Sistemas de apreciación 
probatoria.  
 
 Prueba documental.  
 Interpreta la normatividad 
vigente sobre el manejo 
del SPAM.  
 Incentiva el uso del  
teletrabajo en las 
organizaciones.  
 Valora los documentos 
electrónicos. 
 
 Asume una actitud 
responsable y crítica 
sobre las normas 
vigentes 
relacionadas al 
SPAM, teletrabajo y 
los documentos 
electrónicos. 
Instrumento de 
evaluación 
 Lista de cotejo para evaluar un tríptico. 
 
Bibliografía 
(Básica y 
Complementaria) 
Básica 
 Blossiers Hume, J.J. (2003). Informática jurídica. Ediciones Portocarrero.  
 Juárez Pérez, M.H. y Toto Jiménez, D. y Martínez, R. (2014). Derecho 
informático: ¿necesario para reducir delitos en la red? Una revisión literaria del 
derecho informático. España: Saarbru cken Editorial Académica Española.  
 Tellez Valdes, J. (2008). Derecho informático.  McGraw Hill. 
 
Complementaria 
 Aguilar Castillo, G. (2012). Ética y delito informático: Ética profesional, ética en 
los sistemas de información, ética en la administración de recursos 
informáticos y delito. México: EAE.  
 
Recursos Educativos 
digitales 
 Teletrabajo: una forma de trabajar en el Perú [en línea]. [Consulta: 27 de 
marzo de 2014] Disponible en Web: 
https://www.youtube.com/watch?v=335SVBLwhlw  
 
V. Metodología 
 
La asignatura se desarrolla en relación a los contenidos y actividades propuestos siguiendo la secuencia 
teórico práctica. Entre las actividades que se cumplen están:  
  
 La recuperación de saberes previos, el análisis, la reconstrucción y la evaluación de los contenidos 
propuestos  
 Las exposiciones del docente a partir de la interacción con los estudiantes. 
 Prácticas y ejercicios planteados en clase en forma permanente. Análisis de casos y dinámicas 
grupales. 
 Exposiciones de los estudiantes individuales y grupales. 
 Habrá un seminario donde los estudiantes aplicarán los temas desarrollados en la solución de casos 
prácticos. 
 Trabajos en equipo, propiciándose la investigación bibliográfica, hemerográfica, vía internet, 
consulta a expertos, lectura compartida y resúmenes. 
 
 
VI. Evaluación 
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VI.1. Modalidad presencial  
 
Rubros Comprende  Instrumentos Peso 
Evaluación de 
entrada 
Prerrequisitos o conocimientos 
de la asignatura 
Prueba de desarrollo Requisito 
Consolidado 1 
Unidad I Prueba objetiva 
 
20% 
Unidad II Rúbrica para evaluar una 
monografía y una exposición 
 
Evaluación parcial Unidad I y II Prueba objetiva  20% 
A) Consolidado 2 
Unidad III Rúbrica para evaluar una 
exposición 
  
20% Unidad IV Lista de cotejo para evaluar 
un tríptico 
 
Evaluación final Todas las unidades Prueba de desarrollo 40% 
Evaluación 
sustitutoria  (*) 
Todas las unidades  
Prueba de desarrollo  
(*) Reemplaza la nota más baja obtenida en los rubros anteriores 
 
VI.2. Modalidad semipresencial 
 
Rubros Comprende Instrumentos Peso 
Evaluación de 
entrada 
Prerrequisito Prueba de desarrollo Requisito 
Consolidado 1 Unidad I Prueba objetiva 
 
20% 
Evaluación parcial Unidad I y II Prueba objetiva  20% 
B) Consolidado 2 Unidad III 
Rúbrica para evaluar una 
exposición 
 
 
20% 
Evaluación final Todas las unidades Prueba de desarrollo 40% 
Evaluación 
sustitutoria (*) 
Todas las unidades Prueba de desarrollo  
(*) Reemplaza la nota más baja obtenida en los rubros anteriores 
 
Fórmula para obtener el promedio: 
 
PF = C1 (20%) + EP (20%) + C2 (20%) + EF (40%) 
  
 
 
 
 
 
 
 
