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Dalam dunia teknologi saat ini, kebutuhan dunia terhadap komunikasi data merupakan hal yang sangat penting. 
Komunikasi data dapat dilakukan dengan cara menghantarkan paket data antar jaringan berdasarkan IP 
address. Salah satu IP address yang digunakan adalah IPv6. Routing adalah proses dimana suatu router 
meneruskan paket ke jaringan yang dituju. Konfigurasi routing yang digunakan pada jaringan komputer di 
Laboratorium SMK Muhammadiyah 1 Pekanbaru yaitu konfigurasi routing static. Untuk dibutuhkan 
perencanaan rekonfigurasi jaringan komputer menggunakan dynamic routing protocol berbasis IPv6. EIGRP 
adalah protokol routing hybrid distance vector yang menggabungkan dua tipe protokol routing yaitu distance 
vector protokol dan link-state protokol. EIGRP memiliki fitur backup route, yaitu jika terjadi perubahan pada 
jaringan, EIGRP memberikan tabel routing terbaik. Hasil pengujian streaming video yang dilakukan di 
Laboratorium SMK Muhammadiyah 1 Pekanbaru dan pengujian konfigurasi routing EIGRP berbasis IPv6 
didapatkan hasil Quality of Service pada Laboratorium SMK yaitu : throughput 358.546 bps, delay 30,980 ms, 
packet loss 71,390 %, dan  pada konfigurasi routing EIGRP berbasis IPv6 yaitu : throughput 885.330 bps, 
delay 12,568 ms, packet loss 4,698 %. 
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In today's world of technology, the world's need for data communication is very important. Data 
communication can be done by sending data packets between networks based on IP address. One of the IP 
addresses used is IPv6. Routing is the process by which a router forwards packets to the intended network. 
Routing configuration used on computer network in SMK Muhammadiyah 1 Pekanbaru Laboratory is static 
routing configuration. For the required planning of computer network reconfiguration using dynamic routing 
protocol based on IPv6. EIGRP is a hybrid distance vector routing protocol that combines two types of routing 
protocols, namely distance vector protocol and link-state protocol. EIGRP has a backup route feature, in case 
of changes to the network, EIGRP provides the best routing table. The results of video streaming testing 
conducted at SMK Muhammadiyah 1 Pekanbaru Laboratory and EIGRP routing configuration testing based 
on IPv6 obtained quality of service results in SMK Laboratory, namely: throughput 358,546 bps, delay 30,980 
ms, packet loss 71,390 %, and in IPv6-based EIGRP routing configurations namely: throughput 885,330 bps, 
delay 12,568 ms, packet loss 4,698 %. 
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1.1 Latar Belakang 
Dalam dunia teknologi saat ini, kebutuhan dunia terhadap komunikasi data merupakan 
hal yang sangat penting. Hal ini mendorong perkembangan peradaban manusia secara 
langsung lewat pertukaran informasi dari satu dengan yang lain  dalam suatu jaringan. 
Komunikasi data dapat dilakukan dengan cara menghantarkan paket data antar jaringan 
berdasarkan internet protocol (IP) address [1]. Proses komunikasi data juga tidak terlepas 
dari router yang berperan sebagai alat untuk menghantarkan paket data[2]. 
Internet protokol merupakan komponen yang penting dalam mengatur komunikasi 
internet. Internet protokol yang ada saat ini adalah IPv4 dan IPv6. IPv4 adalah sederetan 
bilangan biner berbasis 32-bit yang digunakan untuk mengindentifikasi host pada jaringan. 
Setelah suskes penggunaannya oleh para pengguna internet, timbul masalah baru dimana 
IPv4 diperkirakan akan habis seiring dengan bertambahnya pengguna internet. Kemudian 
dikembangkan IPv6 dengan tujuan untuk memberi pengalamatan yang lebih banyak dan 
tidak akan habis. Teknik pengalamatan yang ada pada IPv6 memiliki kesamaan dengan IPv4, 
akan tetapi pada IPv6 lebih luas yang bertujuan untuk menciptakan sistem pengalamatan 
yang dapat mendukung perkembangan internet yang semakin pesat dan penggunaan 
perangkat aplikasi baru di masa depan[4]. 
Router merupakan perangkat keras jaringan komputer yang digunakan untuk 
menghubungkan beberapa jaringan ke jaringan lain, baik dalam lingkup jaringan LAN 
maupun WAN[2]. Router bekerja dengan cara menentukan jalur yang akan dipilih untuk 
mengirimkan paket-paket data dari sumber ke tujuan. Proses pencarian dan penentuan jalur 
inilah yang disebut dengan routing. Sedangkan salah satu komponen terpenting pada 
jaringan TCP/IP, protokol routing secara dinamis berkomunikasi untuk menentukan rute 
terbaik mencapai tujuan. Paket diteruskan dari satu router ke router yang lain[4]. 
Protokol routing dalam jaringan komputer menjadi salah satu variabel yang 
menentukan kualitas kinerja jaringan. Semakin cepat suatu protokol routing dalam 
menyampaikan informasi melalui rute yang ada pada tabel routing (konvergensi), maka akan 
semakin baik kualitas pada jaringan tersebut. Secara umum ada dua kategori tabel protokol 
routing yaitu static routing dan dynamic routing. Static routing adalah routing yang 
memerlukan campur tangan administrator jaringan dan routing tersebut bekerja secara 
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manual dalam melakukan proses dan pertukaran informasi dengan router tetangga. 
Sedangkan dynamic routing merupakan protokol routing yang dapat menentukan sendiri 
rute berdasarkan situasi dan kondisi setiap saat. Dynamic routing yang digunakan oleh 
jaringan kemudian dibentuk oleh beberapa router, dan masing-masing router akan saling 
memberi informasi pada router tetangganya kemudian router tersebut bersama-sama 
membentuk routing table[3]. 
SMK Muhammadiyah 1 pekanbaru merupakan instansi pendidikan yang 
menggunakan jaringan komputer sebagai sarana pembelajaran. Dari wawancara bersama 
bapak Donni yang menjabat sebagai kepala jurusan Teknik Komputer Jaringan di SMK 
Muhammadiyah 1 pekanbaru, beliau mengatakan bahwa SMK Muhammadiyah 1 Pekanbaru 
menggunakan topologi star dan hanya memiliki satu router yang mengatur lalu lintas 
jaringan, yaitu router utama yang ada di lantai 5 . Ada 6 laboratorium dan 2 kantor yang 
terhubung pada router utama. Pada gedung lantai 5 ada laboratorium Cisco, laboratorium 
perbaikan, laboratorium TKJ, laboratorium simdig, laboratorium autocad dan kantor jurusan 
listrik, pada gedung lantai 4 ada laboratorium multimedia, dan pada gedung lantai 1 ada 
kantor jurusan Teknik Mesin[9]. 
Dari wawancara yang telah dilakukan, Laboratorium SMK Muhammadiyah 1 
Pekanbaru menggunakan konfigurasi routing  static, yaitu teknisi jaringan masih melakukan 
konfigurasi secara manual satu per satu. Apabila teknsi jaringan ingin menambahkan 
perangkat atau membuat jaringan baru, teknisi jaringan harus membuat tabel jaringan 
lainnya di setiap perangkat yang terhubung. Untuk itu dibutuhkan perencanaan rekonfigurasi 
jaringan komputer guna mempermudah teknisi dalam mengelola jaringan komputer di 
Laboratorium SMK Muhammadiyah 1 Pekanbaru dengan menggunakan dynamic routing. 
Dynamic routing menggunakan protokol routing untuk menemukan jaringan serta 
untuk melakukan update tabel routing. Dynamic routing mempermudah pekerjaan admin 
jaringan karena segala bentuk perubahan jaringan dilakukan secara otomatis tanpa harus 
menunggu admin jaringan merubah konfugurasi tabel routing yang sudah ada terlebih 
dahulu. EIGRP adalah protokol routing hybrid distance vector yang menggabungkan dua 
tipe protokol routing yaitu distance vector dan link state. EIGRP memiliki fitur backup 
route, yaitu jika terjadi perubahan pada jaringan, EIGRP memberikan tabel routing terbaik. 
Selain itu EIGRP juga menyimpan backup terbaik untuk setiap rute, sehingga setiap kali 
terjadi kegagalan pada jalur utama, maka EIGRP menawarkan jalur alternatif tanpa 
menunggu waktu konvergensi[5]. 
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Penelitian terkait tentang “Analisis Perbandingan Static Routing Pada IPv4 Dan IPv6”. 
Penelitian melakukan perbandingan untuk melihat kinerja dan membandingkan konfigurasi 
dari kedua internet protokol tersebut pada jaringan komputer. Berdasarkan hasil pengujian 
menggunakan parameter throughput, delay dan packet loss, static routing pada IPv6 lebih 
unggul daripada static routing pada IPv4 dengan nilai throughput 0,291, nilai delay 0,024  
dan nilai packet loss 0,024 untuk IPv6 dan nilai throughput 0,3748, nilai delay 0,0,04 dan 
nilai packet loss 0,034238 untuk IPv4 pada hasil uji pengiriman file 10 MB. Dari nilai rata-
rata throughput, delay, packet loss dan topologi yang telah dilakukan dapat diketahui 
jaringan IPv6 dengan static routing telah siap melayani upload/download[4]. 
Pada penelitian tentang “Simulasi Pemanfaatan Dynamic Routing Protocol EIGRP 
Pada Router Di Jaringan Universitas Islam Riau Beserta Autentikasinya”. Penelitian 
mensimulasikan  protokol EIGRP pada topologi star dan ring. Dari hasil pengujian topologi 
star lebih cocok digunakan di Universitas Islam Riau karena router utama dapat terhubung 
ke semua fakultas. Hasil dari pegujian didapat nlai throughput dan delay termasuk dalam 
kategori baik dan telah memenuhi standar ITU-T yaitu 0.015 ms pada throughtput dan 1 
detik pada delay. Otentikasi radius server menggunakan zeroshell dapat berjalan dengan 
baik dengan protokol EIGRP[5]. 
Penelitian terkait tentang “Studi Perbandingan Routing Protokol BGP Dan EIGRP, 
Evaluasi Kinerja Performansi Pada Autonomous System Berbeda”. Hasil dari pengujian 
perbandingan kedua protokol routing tersebut didapatkan bahwa protokol routing EIGRP 
sedikit lebih unggul dibandingkan dengan protokol routing BGP. Dengan data analisis yang 
dilakukan, nilai delay pada EIGRP hanya selisih 0,4875 detik lebih baik dari BGP, nilai RTT 
pada EIGRP juga lebih baik dengan selisih 0,166667 ms serta nilai throughput EIGRP selisih 
583,49 bps lebih baik dari BGP[7]. 
Penelitian tentang “Analisis Perbandingan Routing Protocol Open Shortes Path First 
(OSPF) Dengan Enhanced Interior Gateway Routing Protocol (EIGRP)”. Penelitian ini 
melakukan analisis implementasi protokol routing EIGRP dengan OSPF dengan 
memperhatikan parameter QoS seperti delay, throughput dan packet loss. Berdasarkan hasil 
pengujian diperoleh nilai delay 283,953 ms pada OSPF dan 268,217 ms pada EIGRP, nilai 
throughput sebesar 3004 bps pada OSPF dan 3162,813 bps pada EIGRP serta nilai packet 
loss sebesar 9% pada OSPF dan 0% pada EIGRP. Dengan demikian protokol routing EIGRP 
lebih baik 5,19% untuk delay, 5% untuk throughput dan 100% untuk packet loss daripada 
kinerja protokol routing OSPF[8]. 
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Kemudian penelitian tentang “Perbandingan Protokol Redistribusi Route Pada 
Jaringan IPv6 (Studi Kasus : RIPng, EIGRP for IPv6, OSPFv3)”. Penelitian ini melakukan 
perbandingan antara protokol routing RIPng-EIGRP for IPv6, EIGRP for IPv6-OSPFv3 dan 
RIPng-OSPFv3. Berdasarkan hasil dari pengujian protokol routing RIPng, EIGRP for IPv6 
dan OSPFv3, ketiga protokol routing tersebut sama-sama memiliki kinerja yang sangat baik. 
Namun dari segi pengambilan data kinerja protokol routing EIGRP for IPv6 lebih unggul 
dibanding protokol routing RIPng dan OSPFv3. Pada saat pengambilan data protokol 
routing EIGRP for IPv6 banyak mengambil data dalam waktu 10 menit dari protokol routing 
RIPng dan OSPFv3[3]. 
Berdasarkan latar belakang tersebut, maka penulis berinisiatif untuk meneliti tentang 
“Rekonfigurasi Jaringan Komputer Menggunakan Dynamic Routing Protocol EIGRP 
Berbasis IPv6 (Studi Kasus: Laboratorium SMK Muhammadiyah 1 Pekanbaru)”. 
 
1.2 Rumusan Masalah 
Berdasarkan latar belakang yang telah dijelaskan diatas, maka rumusan masalah dari 
penelitian ini adalah bagaimana merekonfigurasi jaringan komputer menggunakan dynamic 
routing protocol EIGRP berbasis IPv6 di Laboratorium SMK Muhammadiyah 1 Pekanbaru. 
 
1.3 Tujuan Penelitian 
Adapun tujuan dalam penelitian ini adalah yaitu : 
1. Mengkonfigurasi jaringan komputer menggunakan dynamic routing protocol 
EIGRP berbasis IPv6. 
2. Membandingkan Quality of Service jaringan Laboratorium SMK 
Muhammadiyah 1 Pekanbaru dengan jaringan konfigurasi dynamic routing 
protocol EIGRP berbasis IPv6 
 
1.4 Batasan Masalah 
Pada penelitian ini, dibuat batasan masalah sebagai berikut:. 
1. Simulasi dilakukan dengan menggunakan GNS3 sebagai simulator, VMWare 
sebagai server dan Wireshark sebagai penganalisis paket. 
2. Router yang digunakan pada penelitian ini yaitu Cisco Router 7200. 
3. Pengujian melakukan streaming video komputer ke komputer. 
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4. Pengujian dilakukan dengan mengirimkan paket RTP (Real-time Transport 
Protocol) 
5. Protokol pengujian menggunakan protokol UDP (User Datagram Protocol) 
6. Pengujian dilakukan sebanyak 3 kali percobaan. 
7. Parameter Quality of Service yang diukur  pada penelitian ini yaitu throughput, 
delay, packet loss. 
 
1.5 Manfaat Penelitian 
Manfaat penelitian ini adalah untuk mendapatkan rancangan konfigurasi jaringan 
komputer menggunakan dynamic routing protocol EIGRP berbasis IPv6 yang disesuaikan 






2.1 Studi Litetatur 
Dalam tugas akhir ini akan dilakukan studi literatur yang merupakan pencarian 
referensi-referensi dari teori yang bersangkutan dengan judul baik buku, jurnal maupun 
dari sumber-sumber lain. Penelitian tentang simulasi dynamic routing telah banyak 
dilakukan oleh mahasiswa dari perguruan tinggi di Indonesia, terutama untuk kepentingan 
penulisan tugas akhir. Berikut disajikan beberapa penelitian terdahulu yang merupakan 
referensi teori terkait dengan permasalahan yang akan diselesaikan yang dikumpulkan dari 
berbagai sumber. 
Penelitian terkait tentang “Analisis Perbandingan Static Routing Pada IPv4 Dan 
IPv6”. Penelitian melakukan perbandingan untuk melihat kinerja dan membandingkan 
konfigurasi dari kedua internet protokol tersebut pada jaringan komputer. Berdasarkan 
hasil pengujian menggunakan parameter throughput, delay dan packet loss, static routing 
pada IPv6 lebih unggul daripada static routing pada IPv4 dengan nilai throughput 0,291, 
nilai delay 0,024  dan nilai packet loss 0,024 untuk IPv6 dan nilai throughput 0,3748, nilai 
delay 0,0,04 dan nilai packet loss 0,034238 untuk IPv4 pada hasil uji pengiriman file 10 
MB. Dari nilai rata-rata throughput, delay, packet loss dan topologi yang telah dilakukan 
dapat diketahui jaringan IPv6 dengan static routing telah siap melayani 
upload/download[4]. 
Pada penelitian tentang “Simulasi Pemanfaatan Dynamic Routing Protocol EIGRP 
Pada Router Di Jaringan Universitas Islam Riau Beserta Autentikasinya”. Penelitian 
mensimulasikan  protokol EIGRP pada topologi star dan ring. Dari hasil pengujian 
topologi star lebih cocok digunakan di Universitas Islam Riau karena router utama dapat 
terhubung ke semua fakultas. Hasil dari pegujian didapat nlai throughput dan delay 
termasuk dalam kategori baik dan telah memenuhi standar ITU-T yaitu 0.015 ms pada 
throughtput dan 1 detik pada delay. Otentikasi radius server menggunakan zeroshell dapat 
berjalan dengan baik dengan protokol EIGRP[5]. 
Penelitian terkait tentang “Studi Perbandingan Routing Protokol BGP Dan EIGRP, 
Evaluasi Kinerja Performansi Pada Autonomous System Berbeda”. Hasil dari pengujian 
perbandingan kedua protokol routing tersebut didapatkan bahwa protokol routing EIGRP 
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sedikit lebih unggul dibandingkan dengan protokol routing BGP. Dengan data analisis 
yang dilakukan, nilai delay pada EIGRP hanya selisih 0,4875 detik lebih baik dari BGP, 
nilai RTT pada EIGRP juga lebih baik dengan selisih 0,166667 ms serta nilai throughput 
EIGRP selisih 583,49 bps lebih baik dari BGP[7]. 
Penelitian tentang “Analisis Perbandingan Routing Protocol Open Shortes Path First 
(OSPF) Dengan Enhanced Interior Gateway Routing Protocol (EIGRP)”. Penelitian ini 
melakukan analisis implementasi protokol routing EIGRP dengan OSPF dengan 
memperhatikan parameter QoS seperti delay, throughput dan packet loss. Berdasarkan 
hasil pengujian diperoleh nilai delay 283,953 ms pada OSPF dan 268,217 ms pada EIGRP, 
nilai throughput sebesar 3004 bps pada OSPF dan 3162,813 bps pada EIGRP serta nilai 
packet loss sebesar 9% pada OSPF dan 0% pada EIGRP. Dengan demikian protokol 
routing EIGRP lebih baik 5,19% untuk delay, 5% untuk throughput dan 100% untuk 
packet loss daripada kinerja protokol routing OSPF[8]. 
Kemudian penelitian tentang “Perbandingan Protokol Redistribusi Route Pada 
Jaringan IPv6 (Studi Kasus : RIPng, EIGRP for IPv6, OSPFv3)”. Penelitian ini melakukan 
perbandingan antara protokol routing RIPng-EIGRP for IPv6, EIGRP for IPv6-OSPFv3 
dan RIPng-OSPFv3. Berdasarkan hasil dari pengujian protokol routing RIPng, EIGRP for 
IPv6 dan OSPFv3, ketiga protokol routing tersebut sama-sama memiliki kinerja yang 
sangat baik. Namun dari segi pengambilan data kinerja protokol routing EIGRP for IPv6 
lebih unggul dibanding protokol routing RIPng dan OSPFv3 dengan nilai delay 0,14 s, 
throughput 64 mbps, dan packet loss 0,36% utntuk EIGRP for IPv6, kemudian nilai delay 
0,21 s, throughput  47 mbps dan packet loss 0,54% untuk OSPFv3 dan nilai delay 0,36 s, 
throughput 35 mbps, dan packet loss 0,77% untuk RIPng. Pada saat pengambilan data 
protokol routing EIGRP for IPv6 banyak mengambil data dalam waktu 10 menit dari 
protokol routing RIPng dan OSPFv3[3]. 
 
2.2 Internet Protocol version 6 (IPv6) 
IPv6 merupakan protokol IP terbaru yang dicadangkan untuk keperluan masa depan. 
Sudah sekitar dua puluh tahun lebih, internet berkembang menggunakan IPv4. IPv4 
menyediakan IP address sepanjang 32-bit atau sejumlah 232 IP address. Alokasi IP address 
sebanyak itu pada mulanya dianggap cukup. Hingga pada tahun 1991, timbul kekhawatiran 
suatu saat jumlah host yang terhubung ke internet akan melebihi kapasitas IPv4. 
II-3 
 
Kekhawatiran tersebut mendorong para ahli untuk merumuskan versi protokol 
internet yang lebih baru. Setelah mengalami perjalanan panjang, akhirnya terbentuklah 
sebuah protokol baru yang disebut Internet Protocol Version 6 (IPv6) atau Next 
Generation Internet Protocol. Berbeda dengan IPv4, pada IPv6 alokasi IP address adalah 
128-bit atau sejumlah 2128 IP address, nilai ini setara dengan 3.4 x 1038 IP address. Jadi, 
pengguna internet tidak perlu khawatir akan kehabisan IP address. Di samping itu, IPv6 
juga memiliki kelebihan lain dibandingkan dengan IPv4[18]. 
Berbeda dengan IPv4, IPv6 yang disediakan sebagai pengenal pada satu atau lebih 
interface dibedakan atas 3 tipe yaitu : 
1. Unicast address : alamat yang menyediakan komunikasi secara point to point, 
secara langsung antara dua host dalam sebuah jaringan. alamat yang menunjuk 
pada sebuah host, digunakan untuk komunikasi satu per satu. Alamat unicast 
ini dibentuk dengan menambahkan subnet prefiks dengan interface indentifier 
(64-bit). 
2. Anycast address : alamat yang menyediakan metode penyampaian paket data 
kepada anggota terdekat dari sebuah grup. Alamat ini digunakan dalam 
komunikasi one to one of many. Alamat ini juga digunakan hanya sebagai 
alamat tujuan dan diberikan hanya kepada router, bukan kepada host biasa. 
alamat yang menunjukkan beberapa antarmuka. Paket yang dikirim ke alamat 
ini akan dikirim ke salah satu antarmuka yang paling dekat dengan router. 
3. Multicast address : alamat yang menyediakan metode untuk mengirimkan 
sebuah paket data ke banyak host yang berada dalam grup yang sama. Alamat 
ini digunakan dalam komunikasi one to many. alamat yang menunjukkan 
beberapa antarmuka. Paket yanng dikirimkan ke alamat ini maka akan 
dikirimkan ke seluruh antarmuka yang ditunjukkan oleh alamat tersebut. 
 
2.3 Router 
Router adalah peralatan jaringan yang dapat menghubungkan satu jaringan dengan 
jaringan yang lainnya. Router bekerja menggunakan tabel routing yang disimpan di 
memory untuk membuat keputusan tentang kemana dan bagaimana paket dikirimkan. 
Router akan mencari jalur terbaik untuk mengirimkan sebuah pesan berdasarkan alamat 
tujuan dan alamat asal. Router akan memutuskan media fisik jaringan yang disukai dan 
yang tidak disukai. Pada dunia nyata, sebuah router tidak berdiri sendiri, tetapi saling 
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bekerja sama dengan router-router lain, sehingga seolah-olah membentuk jaringan router 
yang kompleks[15]. 
 
2.4 Protokol Routing 
Routing adalah proses dimana suatu router meneruskan paket ke jaringan yang 
dituju. Router membuat keputusan berdasarkan IP address yang dituju oleh paket. Agar 
keputusan routing tersebut benar, router harus belajar bagaimana untuk mencapai tujuan. 
proses pemilihan jalur di jaringan yang digunakan untuk mengirimkan paket data ke alamat 
tujuan. Protokol routing pada dasarnya adalah metode-metode yang digunakan oleh router 
untuk saling mengomunikasikan informasi. Dengan demikian, sebuah router dapat 
menginformasikan rute-rute yang diketahuinya kepada router-router lain di dalam jaringan. 
Tujuan penggunaan protokol routing adalah[16] : 
1. Menyederhanakan proses manajemen jaringan karena alamat-alamat yang 
dicapai dapat segera diketahui secara otomatis. 
2. Menemukan jalur-jalur “bebas-loop” di dalam jaringan. 
3. Menetapkan “jalur terbaik” di antara beberapa pilihan yang tersedia. 
4. Memastikan bahwa semua router yang ada di dalam jaringan menyetujui jalur-
jalur terbaik yang telah ditetapkan. 
 
2.5 Klasifikasi Protokol Routing 
2.5.1 Distance Vector 
Protokol distance vector bekerja berdasarkan salah satu dari dua algoritma, yaitu 
algoritma Bellman-Ford dan algoritma Ford-Fulkerson. Istilah distance vector muncul dari 
fakta bahwa semua algoritma jenis ini mengidentifikasikan setiap rute sebagai sebuah 
vektor, yang adalah kombinasi antara besaran jarak dan besaran arah. Besaran jarak dalam 
kasus ini adalah metrik, sementara besaran arahnya adalah hop berikut yang harus 
ditempuh di dalam rute yang bersangkutan. 
Aspek penting lainnya dari algoritma distance vector adalah bahwa informasi 
mengenai routing diketahui oleh sebuah router dari router tetangganya dan kemudian 
diteruskan ke router tetangga lainnya, tanpa sedikitpun mengetahui darimana sebenarnya 
informasi itu berasal. Metode semacam ini dikenal sebagai metode routing by rumour, dan 
hal ini dapat menimbulkan masalah tersendiri di dalam sebuah jaringan yang kompleks. 
Fitur penting terakhir dari kelas protokol distance vector adalah bahwa protokol ini 
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menerapkan sistem pembaruan informasi routing secara penuh dan periodik. Hal ini berarti 
bahwa secara berkala (setiap 30 sampai 90 detik sekali), router akan mengirimkan seluruh 
informasi routing yang mereka miliki kepada tetangga-tetangganya. Mekanisme semacam 
ini dapat menyebabkan waktu konvergensi menjadi sangat lama[16]. 
Setiap router memiliki sebuah timer untuk tiap-tiap rute yang diketahuinya. Waktu 
yang ditetapkan untuk tiap-tiap timer ini biasanya berkisar antara tiga hingga empat kali 
panjang periode update informasi routing. Dengan demikian, sistem akan menunggu 
hingga setidaknya tiga periode update berturut-turut, sebelum akhirnya membuang sebuah 
rute dari dalam jaringan. Ketika rute-rute tertentu hilang dari dalam jaringan, trafik data 
akan terhenti dan protokol routing harus membangun lagi rute-rute tersebut. Router-router 
kemudian akan melakukan konvergensi ulang, dan selanjutnya barulah trafik dapat pulih 
kembali. Situasi semacam ini menimbulkan sebuah siklus yang sangat memperburuk 
efisien dan efektivitas jaringan. Beberapa protokol distance vector yang umum dijumpai 
adalah RIP (Routing Information Protocol) dan IGRP (Interior Gateway Routing 
Protocol).[16] 
 
2.5.2 Link State 
Link state adalah metode routing yang menitik beratkan pada perhitungan metric 
cost. Algoritma yang digunakan yaitu algoritma dijkstra. Protokol link state memiliki 
beberapa keunggulan tersendiri. Pertama, semua protokol link state berbasis IP adalah 
protokol yang sungguh-sungguh classless. Kedua, protokol jenis ini menggunakan metrik 
yang tidak bersifat tetap dan berubah sesuai keadaan. Ketiga, protokol jenis link state akan 
membangun suatu bentuk “kekerabatan” di antara router-router yang saling bertetangga. 
Hal ini memberikan dua keuntungan tersendiri. Pertama, hubungan kekerabatan ini 
memungkinkan router-router melakukan pengiriman update routing secara multicast atau 
unicast. Kedua, karena router-router mengetahui secara persis berapa banyak router lain 
yang mendengarkan berita yang dikirimkan, mereka dapat menerima pesan 
acknowledgment[16]. 
 Link state mengumpulkan informasi tentang interface, bandwidth, roundtrip dan 
sebagainya, kemudian antar router akan saling bertukar informasi, nilai yang paling efisien 
akan diambil sebagai jalur dan akan dimasukkan kedalam tabel routing. Beberapa protokol 
link state yang banyak digunakan adalah OSPF (Open Shortest Path First) dan IS-IS 





Protokol jenis hybrid merupakan gabungan dari sebagian fitur distance vector dan 
link state. Fakta menunjukkan bahwa distance vector cocok digunakan pada jaringan yang 
jarang diubah topologinya atau jaringan yang dibentuk oleh router-router dengan jenis 
interface card yang sama. Untuk kondisi semacam ini maka proses penentuan path dapat 
dilakukan secara sederhana dan akurat, jauh lebih cepat dibandingkan link state. Namun 
jika jaringan relatif dinamis, mudah berubah, dan terdiri atas gabungan berbagai interface 
yang berbeda-beda maka link state akan lebih unggul dibandingkan distance vector. 
Protokol hybrid dikembangkan untuk mengantisipasi kedua kondisi ini. Sederhana dalam 
perhitungan namun cukup fleksibel untuk mengantisipasi perubahan jaringan[17]. 
Kategori ini hadir seletah Cisco System membuat protokol routing EIGRP yang 
merupakan pengembangan dari IGRP klasik yang bersifat open standar. EIGRP Cisco ini 
bersifat propietary sehingga hanya akan berfungsi optimal jika seluruh device router yang 
digunakan bermerk Cisco. Kategori ini diklaim memiliki kelebihan yang ada baik pada 
distance vector dan juga link state. 
 
2.5.4 Path Vector 
Path vector hampir mirip dengan distance vector. Pada path vector, diasumsikan 
tidak ada node khusus yang disebut speaker node. Speaker node menghasilkan sebuah 
tabel routing dan menyebarkannya kepada speaker node tetangga yang ada di autonomous 
system tetangga. Jadi, idenya mirip dengan distance vector, dimana speaker node 
menyebarkan path, bukan metrik. 
Algoritma path vector mirip dengan algoritma distance vector. Namun, informasi 
yang disebarkan bukanlah  tujuan (vector) dan jarak (distance). Yang disebarkan adalah 
alamat tujuan dan deskripsi path untuk mencapai tujuannya. Algoritma yang digunakan 
adalah bellman-ford untuk menghitung dan mencegah masalah “count to infinity” 
(perhitungan tanpa henti)[17]. 
 
2.6 Enhanced Interior Gateway Routing Protocol (EIGRP) 
EIGRP merupakan jenis protokol distance vector yang menggunakan perhitugan 
metrik seperti IGRP. Akan tetapi, EIGRP dapat melakukan update dengan cepat dan 
reliable, serta ada pemisahan keepalive. Sehingga EIGRP kadang kala dikategorikan 
II-7 
 
sebagai protokol routing jenis hybrid atau advanced distance vector. EIGRP dibuat untuk 
mengatasi keterbatasan protokol IGRP. EIGRP tetap menggunakan prinsip dasar distance 
vector, yaitu sederhana, efisien dalam pemakaian resource, mendukung berbagai protokol 
serta performa yang sangat prima[17]. 
EIGRP pada IPv6 mirip dengan IPv4, EIGRP untuk IPv6 melakukan pertukaran 
informasi routing untuk mengisi tabel routing IPv6 dengan awalan remote prefix. Dalam 
IPv6, network address disebut sebagai prefix dan subnet mask disebut prefix length. 
EIGRP untuk IPv4 berjalan diatas lapisan jaringan IPv4, berkomunikasi dengan rekan IPv4 
EIGRP lainnya, dan hanya mengiklankan rute IPv4. EIGRP untuk IPv6 memiliki fungsi 
yang sama , namun menggunakan IPv6 sebagai transport layer jaringan, berkomunikasi 
dengan EIGRP untuk rekan IPv6 dan mengiklankan rute IPv6. EIGRP untuk IPv6 juga 
menggunakan DUAL sebagai mesin penghitung untuk menjamin jalur bebas loop dan jalur 
cadangan diseluruh domain routing. 
 
Gambar 2.1 EIGRP untuk IPv4 dan IPv6[19] 
Seperti pada semua protokol routing IPv6, EIGRP untuk IPv6 memiliki proses yang 
terpisah dari rekan IPv4-nya. Proses dan operasi pada dasarnya sama seperti pada protokol 
routing IPv4, Namun mereka berjalan secara independen. EIGRP untuk IPv4 dan EIGRP 
untuk IPv6 masing-masing memiliki tabel tetangga EIGRP yg terpisah, tabel topologi 
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EIGRP, dan tabel routing IP, seperti yang ditunjukkan pada gambar, EIGRP untuk IPv6 
adalah modul yang bergantung pada protokol terpisah (PDM). 
Gambar 2.2 Perbandingan fitur EIGRP untuk IPv4 dan IPv6[19] 
Perbandingan fitur utama pada EIGRP untuk IPv4 dan EIGRP untuk IPv6 yaitu : 
1. Advertised Routes – EIGRP untuk IPv4 mengiklankan jaringan IPv4; 
sedangkan, EIGRP untuk IPv6 mengiklankan prefiks IPv6. 
2. Distance Vector – Kedua EIGRP untuk IPv4 dan IPv6 adalah protokol routing 
advanced distance vector. Kedua protokol menggunakan jarak administratif 
yang sama. 
3. Technology Converge – EIGRP untuk IPv4 dan IPv6 keduanya menggunakan 
algoritma DUAL. Kedua protokol menggunakan teknik dan proses DUAL 
yang sama, termasuk penerus, FS, FD, dan RD. 
4. Metric – Kedua EIGRP untuk IPv4 dan IPv6 menggunakan bandwidth, delay, 
reliability dan load untuk metrik kompositnya. Kedua protokol routing 
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menggunakan metrik komposit yang sama dan hanya menggunakan bandwidth 
dan delay, secara default. 
5. Transport Protocol – Reliable Transport Protocol (RTP) bertanggung jawab 
untuk menjamin pengiriman paket EIGRP ke semua tetangga untuk kedua 
protokol, EIGRP untuk IPv4 dan IPv6. 
6. Update Message – Kedua EIGRP untuk IPv4 dan IPv6 mengirim pembaruan 
tambahan saat keadaan tujuan berubah. Istilah, parsial dan terbatas, digunakan 
saat mengacu pada pembaruan untuk kedua protokol. 
7. Neighbour Discovery Mechanism – EIGRP untuk IPv4 dan EIGRP untuk 
IPv6 menggunakan mekanisme “Hello” sederhana untuk mempelajari tentang 
router tetangga dan adjacencies bentuk. 
8. Source and Destination Address – EIGRP untuk IPv4 mengirimkan pesan ke 
alamat multicast 224.0.0.10. Pesan ini menggunakan alamat sumber IPv4 dari 
antarmuka keluar. EIGRP untuk IPv6 mengirimkan pesan ke alamat multicast 
FF02::A. EIGRP untuk pesan IPv6 yang bersumber menggunakan IPv6 alamat 
link-lokal dari antarmuka keluar. 
9. Outhentication – EIGRP untuk IPv4 dan EIGRP untuk IPv6 menggunakan 
otentikasi Message Digest 5 (MD5). Dinamakan EIGRP juga mendukung 
algoritma SHA256 yang lebih kuat. 
10. Router ID – Kedua EIGRP untuk IPv4 dan EIGRP untuk IPv6 menggunakan 
nomor 32-bit untuk ID router EIGRP. ID router 32-bit diwakili dalam notasi 
desimal bertitik dan sering disebut sebagai alamat IPv4. Jika router EIGRP 
untuk IPv6 belum dikonfigurasi dengan alamat IPv4, perintah eigrp router-id 
harus digunakan untuk mengkonfigurasi ID router 32-bit. Proses untuk 
menentukan ID router adalah sama untuk kedua EIGRP untuk IPv4 dan 
IPv6[19]. 
 
2.7 Graphical Network Simulator 3 (GNS3) 
GNS3 adalah program graphical network simulator yang dapat mensimulasikan 
topologi jaringan yang lebih kompleks dibandingkan dengan simulator lainnya. Program  
ini dapat dijalankan pada sistem operasi seperti Windows dan Linux Ubuntu. Prinsip kerja 
GNS3 adalah mengemulasi Cisco IOS pada komputer, sehingga  membuat PC dapat 
berfungsi layaknya sebuah router atau switch. Pada GNS3  pengguna dapat menggunakan 
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perintah (command)  yang umum dipakai saat melakukan setting Cisco router, selain itu 
juga dapat melihat proses routing-nya dapat mengakses beberapa parameter yang support 
oleh IOS tersebut. Untuk dapat menggunakan program ini diperlukan beberapa aplikasi 
tambahan, yaitu[18] : 
1. Dynamips 











3.1 Alur Tahapan Penelitian 
Pada bab metodologi penelitian ini akan dibahas tahapan dan langkah-langkah penulis 
dalam melakukan penelitian mulai dari awal sampai akhir penelitian. alur tahapan penelitian 
dapat dilihat pada gambar 3.1 berikut. 
 
 




1.Pemodelan Topologi Jaringan 
2.Konfigurasi IPv6 




Hasil dan Analisis 
Selesai 
Mulai 
Penentuan Kebutuhan Simulasi 
III-2 
 
3.2 Pengumpulan Data 
3.2.1 Studi Literatur 
Pada tahap ini penulis melakukan pengumpulan informasi yang relevan yang didapat 
melalui literatur buku, internet dan karya ilmiah lainnya seperti jurnal ilmiah, tesis dan 
disertasi. Tujuan digunakannya studi literatur ini yaitu untuk mencari data-data mengenai 
konfigurasi IPv6 dan konfigurasi dynamic routing menggunakan protokol routing EIGRP. 
 
3.2.2 Wawancara 
Pada tahap ini penulis melakukan wawancara kepada bapak Doni yang menjabat 
sebagai kepala jurusan Teknik komputer dan Jaringan di SMK Muhammadiyah 1 Pekanbaru. 
Wawancara dilakukan guna untuk mendapatkan informasi tentang jaringan yang ada di SMK 
Muhammadiyah 1 Pekanbaru antara lain sebagai berikut : 
1. Bagaimana kondisi jaringan yang ada di Laboratorium SMK Muhammadiyah 1 
Pekanbaru ? 
2. Topologi apa yang digunakan di Laboratorium SMK Muhammadiyah 1 Pekanbaru 
?  
3. Konfigurasi routing apa yang digunakan di Laboratorium SMK Muhammadiyah 1 
Pekanbaru ? 
 
3.3 Topologi Jaringan SMK Muhammadiyah 1 Pekanbaru 
SMK Muhammadiyah 1 Pekanbaru memiliki jaringan komputer yang terhubung ke 8 
ruangan. Di lantai 5 terdapat 6 ruangan yaitu labor Cisco, labor perbaikan, labor TKJ, labor 
simdig, labor arsitek dan kantor jurusan listrik. Di lantai 4 terdapat 1 ruangan yaitu labor 
multimedia. Di lantai 1 terdapat 1 ruangan yaitu kantor jurusan teknik mesin. Di ruangan 
tersebut terdapat switch yang terhubung ke router utama di lantai 5. Jaringan komputer di 
SMK Muhammadiyah 1 Pekanbaru menggunakan topologi jaringan star dan alamat IPv4. 
Untuk konfigurasi routing menggunakan konfigurasi routing statis. Desain jaringan di SMK 













Kantor Jurusan Teknik 
Mesin
 
Gambar 3.2 Desain jaringan di SMK Muhammadiyah 1 Pekanbaru 




Network Subnet Gateway 
Lab Cisco 20 192.168.10.0 255.255.255.0 192.168.10.1 
Lab Perbaikan 10 192.168.5.0 255.255.255.0 192.168.5.1 
Lab TKJ 40 192.168.3.0 255.255.255.0 192.168.3.1 
Lab Simdig 40 192.168.4.0 255.255.255.0 192.168.4.1 
Lab Arsitek 15 192.168.8.0 255.255.255.0 192.168.8.1 
Kantor Jurusan Listrik 2 192.168.7.0 255.255.255.0 192.168.7.1 
Lab Multimedia 20 192.168.6.0 255.255.255.0 192.168.6.1 
Kantor Jurusan Teknik 
Mesin 







3.4 Penentuan Kebutuhan Simulasi 
Dalam Tugas Akhir ini ada beberapa perangkat yang dibutuhkan untuk membantu 
penulis dalam mensimulasikan sistem. Kebutuhan tersebut meliputi kebutuhan perangkat 
keras (hardware) dan perangkat lunak (software). 
 
3.4.1 Perangkat Keras (Hardware) 
Dalam Tugas Akhir ini dibutuhkan perangkat keras yaitu sebuah Laptop Sony Vaio 
SVF14212SGB untuk proses simulasi. Berikut spesifikasi perangkat keras yang akan 
digunakan untuk melakukan penelitian simulasi jaringan. 
Spesifikasi perangkat keras : 
1. OS  : Windows 10 Pro 64-bit operating system 
2. Processor : Intel(R) Core(TM) i3-3217U CPU @ 1.80GHz   1.80 GHz 
3. RAM : 8,00 GB 
4. Storage : 120 GB SSD, 500 GB HDD 
 
3.4.2 Perangkat Lunak (Software) 
Dalam perancangan jaringan yang dilakukan menggunakan perangkat lunak 
(software) sebagai berikut : 
1. Graphical Network Simulator 3 2.2.11 
GNS 3 merupakan salah satu aplikasi emulator yang dapat mengemulasikan jaringan 
yang kompleks. Dalam proses simulasinya dapat menggunakan perangkat seperti router, 
komputer, server, dan lain-lain. GNS3 mampu untuk dikombinasikan dengan jaringan luar, 
seperti LAN. GNS3 sebagai aplikasi simulasi grafis yang memungkinkan untuk 
menjalankan Cisco IOS (Internetworking Operating System) dengan begitu bisa mengakses 
seluruh fitur yang ada pada sebuah router Cisco secara penuh dan tidak dibatasi. 
 




2. VMware Workstation Pro 15.5.0 
VMware Workstation Pro adalah sebuah software virtual machine yang digunakan 
untuk membuat virtual machice. VMware memungkinkan untuk membuat virtualisasi 
server, komputer, sistem operasi, storage device, aplikasi, network dan sebagainya. Jadi 
VMware dapat membuat komputer virtual didalam komputer fisik, serta menjalankan sistem 
operasi didalam sistem operasi tersebut. 
Di area server, virtualisasi VMware dapat digunakan untuk memaksimalkan resource 
hardware server, yaitu memecah satu server fisik menjadi beberapa server virtual yang 
fungsional. Di area komputer, WMware dapat dimanfaatkan untuk menjalankan sistem 
operasi didalam sistem operasi.  
 
Gambar 3.4 Tampilan VMware Workstation Pro 
3. Wireshark  
Wireshark adalah sebuah network packet analyzer. Network packet analyzer akan 
mencoba menangkap paket-paket jaringan dan berusaha untuk menampilkan semua 
informasi di paket tersebut selengkap mungkin. Sebuah network packet analyzer sebagai alat 
untuk memeriksa apa yang sebenarnya terjadi didalam kabel jaringan. Wireshark adalah 






4. Microsoft Loopback 
Microsoft Loopback merupakan software buatan Microsoft Corporation yang 
digunakan sebagai virtual adapter untuk menjalankan komunikasi data pada suatu jaringan. 
software ini dapat diinstal pada sistem operasi milik Microsoft seperti Windows 10. 
 
Gambar 3.5 Tampilan Microsoft Loopback Adapter 
 
3.5 Pemodelan Jaringan 
3.5.1 Pemodelan Topologi Jaringan 
Pemodelan jaringan dibuat berdasarkan topologi yang ada di Laboratorium SMK 
Muhammadiyah 1 Pekanbaru. Jaringan terdiri dari 1 router utama, 8 switch dan host. Router 
yang digunakan yaitu router Cisco IOS 7200 yang dihubungkan dengan kabel fastethernet. 
 








3.5.2 Konfigurasi IPv6 
Pada tahap ini penulis akan mengkonfigurasi IP address dari setiap perangkat yang 
tersambung pada jaringan dengan menggunakan pengalamatan IPv6. 
Tabel 3.2 IP Address 
Router Interface Network Address Prefix 
RUtama 
f0/0 2019:10::1 /64 
f0/1 2019:5::1 /64 
f1/0 2019:3::1 /64 
f1/1 2019:4::1 /64 
f2/0 2019:8::1 /64 
f2/1 2019:7::1 /64 
f3/0 2019:6::1 /64 
f3/1 2019:9::1 /64 
 
Tabel 3.3 Langkah rinci konfigurasi IPv6 pada router 
 Perintah Tujuan 
1 configure terminal Berpindah ke mode konfigurasi global 
2 interface type number Mengatur pengalamatan global unicast IPv6 melalui 
mode konfigurasi interface 
3 ipv6 address ip address Mengatur alamat IPv6 pada interface  
4 no shut Mengaktifkan interface  
5 Exit Keluar dari konfigurasi terminal 
 
Konfigurasi IPv6 di router RUtama 
RUtama#configure terminal 
RUtama(config)#interface fastethernet 0/0 
RUtama(config-if)#ipv6 address 2019:10::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 0/1 






RUtama(config)#interface fastethernet 1/0 
RUtama(config-if)#ipv6 address 2019:3::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 1/1 
RUtama(config-if)#ipv6 address 2019:4::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 2/0 
RUtama(config-if)#ipv6 address 2019:8::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 2/1 
RUtama(config-if)#ipv6 address 2019::7:1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 3/0 
RUtama(config-if)#ipv6 address 2019:6::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 3/1 
RUtama(config-if)#ipv6 address 2019:9::1/64 
RUtama(config-if)#no shutdown 
 
3.5.3 Konfigurasi Dynamic Routing Protocol EIGRP 
Pada tahap ini penulis akan mengkonfigurasi protokol routing EIGRP pada tiap-tiap 
router yang ada pada jaringan. 
Tabel 3.4 Langkah rinci konfigurasi EIGRP pada router 
 Perintah Tujuan 
1 configure terminal Masuk ke mode konfigurasi global. 
2 ipv6 unicast-routing 
Mengaktifkan penerusan IPv6 routing dengan 
unicast. 
3 interface  typer number 
Menentukan interface dimana EIGRP akan 
dikonfigurasi. 
4 no shut 
Mengaktifkan mode no shut sehingga proses 
perutean dapat mulai berjalan. 
5 ipv6 enable 
Mengaktifkan pemprosesan IPv6 pada interface 
yang belum dikonfigurasi dengan alamat IPv6 
eksplisit. 
6 ipv6 eigrp as-number 





ipv6 router eigrp as-
number 
Memasuki mode konfigurasi router dan membuat 
proses perutean EIGRP IPv6. 
8 eigrp router-id as-number Mengaktifkan penggunaan router ID tetap. 
9 Exit Keluar dari konfigurasi terminal. 
 
Konfigurasi EIGRP pada router RUtama 
RUtama(config)#ipv6 unicast-routing 
RUtama(config)#ipv6 router eigrp 100 
RUtama(config-rtr)#no shutdown 
RUtama(config-rtr)#eigrp router-id 1.1.1.1 
RUtama(config-rtr)#exit 
 
RUtama(config)#interface fastethernet 0/0 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config)# interface fastethernet 0/1 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 1/0 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 1/1 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 2/0 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 2/1 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 3/0 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 3/1 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
RUtama(config)#copy running-config startup-config 
 
3.5.4 Test Jaringan Dengan Melakukan Test Ping 
Untuk mengetahui apakah konfigurasi dynamic routing protocol EIGRP sudah dapat 
terkoneksi maka dilakukan test ping dari jaringan satu ke jaringan lainnya. Test dilakukan 




Gambar 3.7 Test ping 
 
3.6 Pengujian Sistem 
Pada penelitian ini penulis akan melakukan pengujian rancangan yang sudah dibuat 
pada tahap sebelumnya. Pengujian dilakukan dengan mengirimkan paket data RTP (Real-
time Transport Protocol) dengan melakukan streaming video. Streaming video dilakukan 
selama 2 menit dengan format mp4 dengan resolusi 1280x720. 
 
Gambar 3.8 Format video 
Kemudian dilakukan capture packet menggunakan wireshark. Karena pada wireshark 
paket data yang ditangkap berupa UDP (User Datagram Protocol), maka paket data di 
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decode menjadi paket RTP. Pengujian dilakukan sebanyak 3 kali pengulangan. Kemudian 
dari hasil pengujian akan dilanjutkan dengan analisa terhadap sistem tersebut untuk 
mengetahui seberapa besar pengaruh routing protokol EIGRP terhadap Quality of Service 
(QoS) yaitu throughput, delay dan packet loss. 
 
Gambar 3.9 Capture streaming video berupa paket data UDP 
 
 




Gambar 3.11 Paket data RTP 
 
3.7 Parameter Pengujian 
Salah satu lembaga yang mengeluarkan standarisasi kinerja jaringan adalah 
Telecommunication And Internet Protocol Harmonization Over Network (TIPHON). 
TIPHON mendefinisikan Quality of Service sebagai pengaruh kolektif atas kinerja layanan 
yang menentukan tingkat kepuasan pemakai layanan. Beberapa faktor yang memperngaruhi 
kualitas video streaming adalah throughput, delay, dan packet loss. 
a. Throughput 
Throughput adalah kecepatan (rate) transfer data efektif, yang diukur dalam bit per 
second (bps). Header-header dalam paket-paket data mengurangi nilai throughput.  
Persamaan untuk menghitung throughput adalah : 
 
𝑡ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡 =  
𝑗𝑢𝑚𝑙𝑎ℎ 𝑑𝑎𝑡𝑎 𝑦𝑎𝑛𝑔 𝑑𝑖𝑘𝑖𝑟𝑖𝑚 (𝑏𝑖𝑡𝑠)
𝑗𝑢𝑚𝑙𝑎ℎ 𝑤𝑎𝑘𝑡𝑢 𝑝𝑒𝑛𝑔𝑖𝑟𝑖𝑚𝑎𝑛 𝑑𝑎𝑡𝑎
     (3.1) 
 








Tabel 3.5 Standarisasi throughput oleh TIPHON 
Kategori Troughput Indeks 
Sangat Bagus 76 s/d 100 % 4 
Bagus 51 s/d 75 % 3 
Sedang 26 s/d 50 % 2 
Jelek < 25 % 1 
 
b. Delay 
Delay (Latency) adalah lamanya waktu suatu paket sampai ke tujuannya yang 
diakibatkan oleh proses transmisi dari suatu titik ke titik lain. Lamanya waktu dapat 
dipengaruhi oleh jarak, kongesti atau akibat waktu olah yang lama. Satuan yang digunakan 
pada perhitungan delay adalah milisecond (ms). Persamaan untuk menghitung delay adalah: 
 
𝑑𝑒𝑙𝑎𝑦 =  
𝑗𝑢𝑚𝑙𝑎ℎ 𝑤𝑎𝑘𝑡𝑢 𝑝𝑒𝑛𝑔𝑖𝑟𝑖𝑚𝑎𝑛 𝑑𝑎𝑡𝑎 (sec)
𝑗𝑢𝑚𝑙𝑎ℎ 𝑝𝑎𝑘𝑒𝑡
     (3.2) 
 
Nilai delay pada suatu jaringan dapat dikategorikan dalam standarisasi TIPHON pada 
tabel 3.6 
Tabel 3.6 Standarisasi delay oleh TIPHON 
Kategori Delay Indeks 
Sangat Bagus < 150 ms 4 
Bagus 150 s/d 300 ms 3 
Sedang 300 s/d 450 ms 2 
Jelek >  450 ms 1 
 
c. Packet loss 
Packet loss adalah kegagalan transmisi paket data saat mencapai tujuannya. Umumnya 
perangkat network memiliki buffer untuk menampung data yang diterima. Jika terjadi 
kongesti yang cukup lama, buffer akan penuh dan data baru tidak diterima. Satuan yang 
digunakan pada perhitungan packet loss adalah persen (%). Persamaan untuk menghitung 





𝑝𝑎𝑘𝑒𝑡 𝑑𝑎𝑡𝑎 𝑑𝑖𝑘𝑖𝑟𝑖𝑚−𝑝𝑎𝑘𝑒𝑡 𝑑𝑎𝑡𝑎 𝑑𝑖𝑡𝑒𝑟𝑖𝑚𝑎
(𝑝𝑎𝑘𝑒𝑡 𝑑𝑎𝑡𝑎 𝑑𝑖𝑘𝑖𝑟𝑖𝑚)
× 100%  (3.3) 
 
Nilai packet loss pada suatu jaringan dapat dikategorikan dalam standarisasi 
TIPHON pada tabel 3.7 
Tabel 3.7 Standarisasi packet loss oleh TIPHON 
Kategori Packet Loss Indeks 
Sangat Bagus 0% s/d <3% 4 
Bagus 3% s/d <15% 3 
Sedang 15% s/d <25% 2 





KESIMPULAN DAN SARAN 
 
Kesimpulan dan saran yang dapat diambil dari tugas akhir yang berjudul 
“Rekonfigurasi Jaringan Komputer Menggunakan Dynamic Routing Protocol EIGRP 
Berbasis IPv6 (Studi Kasus : Laboratorium SMK Muhammadiyah 1 Pekanbaru)” antara lain: 
 
5.1 Kesimpulan 
Berdasarkan penelitian yang telah dilakukan, dapat diambil kesimpulkan yaitu : 
1. Hasil throughput pada jaringan konfigurasi EIGRP berbasis IPv6 lebih baik 
dengan throughput 885.330 bps dibandingkan jaringan Laboratorium SMK 
Muhammadiyah 1 Pekanbaru dengan throughput 358.546 bps. 
2. Hasil delay pada jaringan konfigurasi EIGRP berbasis IPv6 lebih baik dengan 
delay 12,568 ms dibandingkan jaringan Laboratorium SMK Muhammadiyah 1 
Pekanbaru dengan delay 30,980 ms. 
3. Hasil packet loss pada jaringan konfigurasi EIGRP berbasis IPv6 lebih baik 
dengan packet loss 4,698 % dibandingkan dengan jaringan Laboratorium SMK 
Muhammadiyah 1 Pekanbaru dengan packet loss 71,390 %. 
4. Berdasarkan Quality of Service dengan parameter throughput, delay dan packet 
loss, jaringan dengan konfiguras dynamic routing protocol EIGRP berbasis IPv6 
lebih baik dibandingkan jaringan Laboratorium SMK Muhammadiyah 1 
Pekanbaru yang menggunakan konfigurasi static routing dengan IPv4. 
 
5.2 Saran 
Untuk kemajuan penelitian, saran yang dapat dipertimbangkan kedepan yaitu : 
1. Untuk perkembangan penelitian, disarankan menggunakan komputer dengan 
spesifikasi yang lebih tinggi. 
2. Untuk penelitian selanjutnya dapat menambahkan managemen bandwidth pada 
konfigurasi routing. 
3. Untuk penelitian lebih lanjut diharapkan dilakukan dengan menggunakan 
jaringan real untuk mendapatkan hasil penelitian yang lebih baik. 
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1. List konfigurasi pada router 
 
 
Konfigurasi IPv6 di router RUtama 
RUtama#configure terminal 
RUtama(config)#interface fastethernet 0/0 
RUtama(config-if)#ipv6 address 2019:10::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 0/1 
RUtama(config-if)#ipv6 address 2019:5::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 1/0 
RUtama(config-if)#ipv6 address 2019:3::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 1/1 
RUtama(config-if)#ipv6 address 2019:4::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 2/0 
RUtama(config-if)#ipv6 address 2019:8::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 2/1 
RUtama(config-if)#ipv6 address 2019::7:1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 3/0 
RUtama(config-if)#ipv6 address 2019:6::1/64 
RUtama(config-if)#no shutdown 
 
RUtama(config)#interface fastethernet 3/1 













Konfigurasi EIGRP pada router RUtama 
RUtama(config)#ipv6 unicast-routing 
RUtama(config)#ipv6 router eigrp 100 
RUtama(config-rtr)#no shutdown 
RUtama(config-rtr)#eigrp router-id 1.1.1.1 
RUtama(config-rtr)#exit 
 
RUtama(config)#interface fastethernet 0/0 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config)# interface fastethernet 0/1 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 1/0 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 1/1 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 2/0 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 2/1 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 3/0 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 
 
RUtama(config-if)# interface fastethernet 3/1 
RUtama(config-if)#ipv6 eigrp 100 
RUtama(config-if)#ipv6 enable 




1. Tampilan Hasil Pengujian Streaming Video 
 




Gambar B.2 Tampilan streaming video pengujian konfigurasi dynamic routing protocol 





2. Capture Wireshark 
2.1 Capture Wireshark Laboratorium SMK Muhammadiyah 1 Pekanbaru 
Lab Perbaikan 1 
 
Gambar B.3 Capture proses streaming video Lab Perbaikan 1 
 
Gambar B.4 Statistik packet capture Lab Perbaikan 1 
 
Gambar B.5 Analisis stream Lab Perbaikan 1 
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Lab Perbaikan 2 
 
Gambar B.6 Capture proses streaming video Lab Perbaikan 2 
 
Gambar B.7 Statistik packet capture Lab Perbaikan 2 
 




Lab Perbaikan 3 
 
Gambar B.9 Capture proses streaming video Lab Perbaikan 3 
 
Gambar B.10 Statistik packet capture Lab Perbaikan 3 
 




Lab Simdig 1 
 
Gambar B.12 Capture proses streaming video Lab Simdig 1 
 
Gambar B.13 Statistik packet capture Lab Simdig 1 
 




Lab Simdig 2 
 
Gambar B.15 Capture proses streaming video Lab Simdig 2 
 
Gambar B.16 Statistik packet capture Lab Simdig 2 
 




Lab Simdig 3 
 
Gambar B.18 Capture proses streaming video Lab Simdig 3 
 
Gambar B.19 Statistik packet capture Lab Simdig 3 
 




Lab Arsitek 1 
 
Gambar B.21 Capture proses streaming video Lab Arsitek 1 
 
Gambar B.22 Statistik packet capture Lab Arsitek 1 
 




Lab Arsitek 2 
 
Gambar B.24 Capture proses streaming video Lab Arsitek 2 
 
Gambar B.25 Statistik packet capture Lab Arsitek 2 
 




Lab Arsitek 3 
 
Gambar B.27 Capture proses streaming video Lab Arsitek 3 
 
Gambar B.28 Statistik packet capture Lab Arsitek 3 
 




Kantor Jurusan Listrik 1 
 
Gambar B.30 Capture proses streaming video Kantor Jurusan Listrik 1 
 
Gambar B.31 Statistik packet capture Kantor Jurusan Listrik 1 
 




Kantor Jurusan Listrik 2 
 
Gambar B.33 Capture proses streaming video Kantor Jurusan Listrik 2 
 
Gambar B.34 Statistik packet capture Kantor Jurusan Listrik 2 
 




Kantor Jurusan Listrik 3 
 
Gambar B.36 Capture proses streaming video Kantor Jurusan Listrik 3 
 
Gambar B.37 Statistik packet capture Kantor Jurusan Listrik 3 
 




Lab Multimedia 1 
 
Gambar B.39 Capture proses streaming video Lab Multimedia 1 
 
Gambar B.40 Statistik packet capture Lab Multimedia 1 
 




Lab Multimedia 2 
 
Gambar B.42 Capture proses streaming video Lab Multimedia 2 
 
Gambar B.43 Statistik packet capture Lab Multimedia 2 
 




Lab Multimedia 3 
 
Gambar B.45 Capture proses streaming video Lab Multimedia 3 
 
Gambar B.46 Statistik packet capture Lab Multimedia 3 
 




Kantor Jurusan Mesin 1 
 
Gambar B.48 Capture proses streaming video Kantor Jurusan Mesin 1 
 
Gambar B.49 Statistik packet capture Kantor Jurusan Mesin 1 
 




Kantor Jurusan Mesin 2 
 
Gambar B.51 Capture proses streaming video Kantor Jurusan Mesin 2 
 
Gambar B.52 Statistik packet capture Kantor Jurusan Mesin 2 
 




Kantor Jurusan Mesin 3 
 
Gambar B.54 Capture proses streaming video Kantor Jurusan Mesin 3 
 
Gambar B.55 Statistik packet capture Kantor Jurusan Mesin 3 
 




2.2 Capture Wireshark Konfigurasi Dynamic Routing EIGRP IPv6 
Pengujian 1 
 
Gambar B.57 Capture proses streaming video Pengujian 1 
 
Gambar B.58 Statistik packet capture Pengujian 1 
 





Gambar B.60 Capture proses streaming video Pengujian 2 
 
Gambar B.61 Statistik packet capture Pengujian 2 
 






Gambar B.63 Capture proses streaming video Pengujian 3 
 
Gambar B.64 Statistik packet capture Pengujian 3 
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