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ABSTRAKSI 
Serangan Query Injection dan Cross Site Scripting pada aplikasi web bisa diidentifikasi 
melalui file log web server. Situs-situs yang memiliki pengunjung dengan jumlah besar 
menghadapi suatu permasalahan yaitu membengkaknya ukuran file log web server sehingga 
untuk mengolah file tersebut membutuhkan waktu yang lama. Pemrosesan paralel dapat 
membantu dalam memproses data-data berukuran besar sehingga waktu eksekusinya bisa lebih 
cepat, tetapi hal-hal yang mengatur proses paralel seperti pendistribusian data dan komputasi, 
pengendalian sistem, dan penanganan kegagalan perangkat keras sangat rumit dalam 
pengimplementasiannya. Sistem Mapreduce merupakan suatu pustaka yang secara otomatis 
menangani pendistribusian data dan komputasi, pengendalian sistem, dan penanganan 
kegagalan perangkat keras sehingga pembuatan program yang berjalan secara paralel tidak 
rumit. 
Tujuan penelitian ini adalah membuat program analisis file log untuk mengidentifikasi 
serangan pada aplikasi web yang mengimplementasikan sistem Mapreduce. Framework 
Mapreduce yang penulis gunakan sebagai sistem Mapreduce adalah Hadoop. Aplikasi yang 
penulis buat dibandingkan waktu eksekusinya dengan program analisis file log yang sudah ada 
yaitu Webalizer dan Awstat.  
Program analisis file log yang penulis buat berjalan secara paralel pada empat buah 
komputer yang saling terhubung, sedangkan aplikasi pembanding berjalan pada satu buah 
komputer. Masukan untuk program ini adalah file log web server dengan berbagai ukuran dan 
akan menghasilkan keluaran berupa hasil analisis adanya serangan pada aplikasi web. 
Dari hasil perbandingan waktu eksekusi didapat bahwa Mapreduce memerlukan waktu 
eksekusi yang lebih lama dibandingkan dengan Webalizer dan Awstats. Hal ini dikarenakan 
sistem Mapreduce lebih cocok dijalankan pada jumlah komputer yang besar dengan ukuran file 
yang tidak cukup disimpan dan dieksekusi pada satu buah komputer.   
 
Kata Kunci : File Log, Java, Mapreduce, Paralel, Linux, Jaringan, Hadoop, Keamanan Aplikasi 
Web. 
 
PENDAHULUAN 
 
Seiring dengan perkembangan teknologi internet dalam hal kecepatan informasi, dapat 
diakses dimana saja, membuat akses ke web meningkat tajam. Tercatat pengguna internet 
sampai tanggal 31 Maret 2008 mencapai 1,407,724,920 orang. Situs-situs yang memiliki 
pengunjung dengan jumlah besar memiliki suatu permasalahan yaitu membengkaknya ukuran 
file-file log mereka. Dari file-file log ini pengelola situs bisa melakukan analisa terhadap segala 
yang terjadi pada situsnya tersebut, baik jumlah pengunjung, lokasi pengunjung, jumlah total 
ukuran file yang diakses user, adanya percobaan penyerangan sampai kepada penyerangan 
yang berhasil. Proses analisa terhadap file-file log dengan ukuran besar tersebut akan memakan 
waktu yang lama. Pemrosesan paralel dapat membantu dalam memproses data-data berukuran 
besar tersebut sehingga waktu prosesnya bisa lebih cepat, tetapi hal-hal yang mengatur proses 
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paralel seperti pendistribusian data dan komputasi, pengendalian saat sistem sedang berjalan, 
dan penanganan jika terjadi kegagalan perangkat keras bisa sangat rumit. Oleh karena itu 
dibutuhkan sistem yang dapat mengendalikan pemrosesan paralel tersebut sehingga pemrogram 
dapat lebih fokus kepada program analisa yang akan berjalan secara paralel. Saat ini sudah ada 
sistem yang dapat menangani proses-proses detail paralel yaitu Mapreduce. Sistem ini 
memudahkan pemrogram untuk dapat menulis program yang memerlukan penanganan paralel 
tanpa perlu menuliskan penanganan paralel itu sendiri sehingga pemrogram dapat fokus kepada 
inti program itu sendiri. Mapreduce termasuk masih baru dan belum ada buku atau artikel di 
Indonesia yang membahas dan mengimplementasikannya. Hal ini yang mendorong penulis untuk 
membahas Mapreduce dan membuat program yang mengimplementasikan model pemrograman 
ini. Sistem Mapreduce ini akan diimplementasikan pada program analisis file log untuk dapat 
mengidentifikasi serangan Query Injection dan Cross Site Scripting pada aplikasi web dengan 
menganalisa file log yang berukuran besar secara paralel melalui beberapa komputer tanpa 
menuliskan kode program untuk penanganan proses paralel itu sendiri.  
 
TINJAUAN PUSTAKA 
 
Pemetaaan dan Reduksi 
Pemetaan dan reduksi atau Mapreduce adalah model pemrograman yang merupakan 
implementasi gabungan dari memproses dan menghasilkan ukuran data besar [1]. Mapreduce 
diperkenalkan oleh Jeffrey Dean dan Sanjay Ghemewat pada tahun 2004. Model pemrograman 
ini menggunakan dua buah fungsi yaitu pemetaan atau map dan reduksi atau reduce. Fungsi 
pemetaan memproses pasangan kunci dan nilai (key/value pair) untuk menghasilkan pasangan 
kunci dan nilai menengah (intermediate key/value pair). Fungsi reduksi menggabungkan semua 
nilai menengah yang sesuai dengan kunci menengahnya. 
Latar belakang munculnya Mapreduce adalah Google banyak membuat program yang 
memproses data mentah yang besar dan komputasinya didistribusikan kepada ratusan atau 
ribuan mesin agar dapat selesai dalam waktu yang singkat. Permasalahan bagaimana 
memparalelkan komputasi, mendistribusikan data, dan mengatasi kegagalan dapat mengaburkan 
komputasi inti yang sederhana dengan banyak sekali kode yang kompleks untuk menghadapi 
permasalahan tersebut.  
Oleh karena itu, didesain pustaka yang bertujuan agar penulisan kode komputasi inti yang 
akan dijalankan terlihat sederhana dengan menyembunyikan kompleksitas kode untuk 
melakukan proses paralel secara otomatis, memiliki toleransi terhadap kegagalan, 
mendistribusikan data, dan load balancing. Konsep ini terinspirasi oleh fungsi map dan reduce  
primitif yang diperkenalkan oleh bahasa pemrograman Lisp. Dalam memproses data, komputasi  
Google banyak menjalankan operasi pemetaan pada setiap masukan untuk memprosesnya 
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menjadi pasangan kunci dan nilai menengah dan menjalankan operasi reduksi pada nilai yang 
memiliki kunci yang sama untuk menggabungkan data yang diperoleh. Penggabungan pemetaan 
dan reduksi dengan model fungsional dapat memudahkan proses paralel komputasi.  
Program yang ditulis dengan model ini otomatis berjalan secara paralel pada cluster 
komputer yang besar. Sistem yang berjalan mengatur hal detail seperti mempartisi data 
masukan, menjadwalkan eksekusi program pada sekumpulan mesin, menangani kegagalan 
mesin, dan mengatur komunikasi antar mesin. Hal ini sangat membantu pemrogram yang tidak 
memiliki pengetahuan tentang proses paralel dapat dengan mudah menggunakan sumber daya 
pada sistem terdistribusi yang besar. 
Kerja sistem pemetaan dan reduksi adalah sebagai berikut 
 
Gbr -1 Kerja sistem pemetaan dan reduksi [1] 
 
 Fungsi pemetaan didistribusikan pada komputer-komputer dan secara otomatis 
mempartisi data menjadi satu set M bagian. Fungsi reduksi mempartisi kunci menengah menjadi 
R bagian oleh fungsi partisi. Penjelasan dari gambar 1 adalah sebagai berikut: 
1. Pustaka pemetaan dan reduksi pertama membagi data menjadi M bagian. Masing-
masing  bagian berukuran antara 16 MB sampai 64 MB, ukuran ini bergantung pada 
pengaturan yang dilakukan. Lalu sistem menyalin program pada semua komputer 
yang akan digunakan.  
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2. Ada satu salinan program yang khusus yaitu program master. Sisanya adalah 
program pekerja yang diatur oleh program master. Terdapat M pekerjaan pemetaan 
dan R pekerjaan reduksi. Program master memilih komputer yang tidak bekerja (idle) 
dan menjalankan salah satu fungsi pemetaan atau reduksi. 
3. Mesin yang ditugaskan untuk mengerjakan fungsi pemetaan membaca isi dari data 
yang telah dipecah-pecah. Mesin mengolah pasangan kunci dan nilai dari data dan 
mengirimnya pada fungsi pemetaan. Kunci dan nilai menengah yang dihasilkan oleh 
fungsi pemetaan disimpan pada memori. 
4. Secara berkala, kunci dan nilai pada memori ditulis pada harddisk lokal, dipecah 
menjadi R bagian oleh fungsi partisi.  Lokasi data ini diberikan kepada program 
master yang bertanggung jawab untuk memberikan informasi lokasi tersebut kepada 
pekerja reduksi.  
5. Saat pekerja reduksi diberikan informasi lokasi data menengah oleh master, pekerja 
reduksi ini akan membaca data tersebut dari penyimpanan lokal komputer yang 
menjalankan fungsi pemetaan dengan menggunakan pemanggilan prosedur jarak 
jauh (remote prosedure call). Jika semua data menengah telah dibaca oleh pekerja 
reduksi, nilai menengah tersebut diurutkan berdasarkan kunci. Jadi input yang 
memiliki kunci yang sama bisa dikelompokkan. Pengurutan ini diperlukan karena 
biasanya banyak kunci yang berbeda dikerjakan oleh fungsi reduksi yang sama. Jika 
jumlah data menengah terlalu besar untuk masuk ke dalam memori, maka 
pengurutan eksternal diperlukan.  
6. Pekerja reduksi mengiterasi data menengah yang telah diurutkan dan untuk setiap 
kunci menengah yang unik, kunci dan set nilai menengah tersebut dikirimkan ke 
fungsi reduksi. hasil dari fungsi reduksi adalah disimpan pada file output terakhir  
untuk partisi reduksi tersebut. 
7. Setelah semua pekerjaan pemetaan dan reduksi telah selesai, program master 
kembali ke program utama.  
Setelah pekerjaan berhasil, data hasil eksekusi pemetaan dan reduksi ini tersimpan pada R 
buah file hasil yaitu satu file per pekerjaan reduksi. 
 
Keamanan pada Aplikasi Web 
Sekuat apapun firewall dan patch-patch yang digunakan, jika aplikasi web tidak mengikuti 
standar keamanan, maka penyerang akan dapat dengan mudah melakukan serangan melalui 
port 80 yang terbuka. Terjadi kesalahan anggapan bahwa serangan dan defacement pada web 
sangat sulit untuk dilakukan dan memerlukan pengetahuan yang detail dan alat yang canggih. 
Kenyataannya alat terbaik yang digunakan penyerang adalah browser web. Mengenali dan 
mengeksploitasi kelemahan baik pada perangkat lunak hosting web server dan konten dari situs 
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tersebut bisa dengan mudah dilakukan melalui pengubahan URL. Beberapa tahun belakangan ini 
angka kelemahan keamanan yang secara langsung bisa dieksploitasi dengan cara ini meningkat 
cukup tinggi akibat kelalaian programmer melakukan pemeriksaan dan menangani data yang 
diberikan oleh client.  Terdapat 2 buah teknik utama yang biasa dipakai untuk melakukan 
serangan terhadap aplikasi web adalah SQL Injection dan Cross Site Scripting. Serangan-
serangan ini bisa dihindari dengan memahami metode encoding data yang didukung oleh 
protokol internet seperti HTTP dan aplikasi web server seperti Microsoft Internet Information 
Server dan Apache. Berikut penjelasan serangan SQL Injection dan Cross Site Scripting. 
 
1. Serangan SQL Injection 
Teknik ini atau juga biasa disebut SQL Injection mengeksploitasi kelemahan pada sisi 
database dari suatu aplikasi[5]. Kelemahan ini muncul jika input data yang mengandung 
karakter literal diselipkan pada pernyataan SQL tidak difilter dengan baik. Filter yang tidak 
baik pada karakter escape bisa mengakibatkan manipulasi pada pernyataan SQL. Sebagai 
contoh terdapat pernyataan SQL sebagai berikut  
statement := "SELECT * FROM users WHERE name = '" + userName + 
"';" 
Kode SQL ini bertujuan untuk mengambil data dari tabel user dengan nama yang 
tertera pada variabel “userName”. Variabel “userName” ini bisa dimanipulasi sehingga 
menjalankan perintah SQL lainnya. Jika variabel ini bernilai a' or 't'='t , maka 
pernyataan SQL tersebut akan berubah menjadi  
SELECT * FROM users WHERE name = 'a' OR 't'='t'; 
Pernyataan SQL ini berubah arti sehingga apapun nilai yang dimasukkan, maka 
database  menganggap bahwa pernyataan tersebut selalu benar. Bahkan bisa saja dengan 
manipulasi berikut ini a';DROP TABLE users; SELECT * FROM data WHERE name 
LIKE '%, tabel users bisa dihapus begitu saja.  
Serangan ini bisa dilakukan melalui URL pada web browser. Sebagai contoh jika pada 
kode program terdapat pernyataan SQL ,SQLQuery = “SELECT preferences FROM 
logintable WHERE userid=’” & Request.QueryString(“userid”) & “’ AND 
password=’” & Request.QueryString(“password”) & “’;”. Maka penyerangan 
bisa dilakukan dengan memasukkan URL 
http://target/login.asp?userid=bob%27%3b%20update%20logintable%20set
%20passwd%3d%270wn3d%27%3b--%00 
Perintah SQL tersebut berubah menjadi SELECT preferences FROM logintable 
WHERE userid=’bob’; update logintable set password=’0wn3d’; . 
 
2. Serangan Cross Site Scripting  
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Cross Site Scripting atau juga dikenal dengan XSS adalah kelemahan keamanan 
komputer yang biasanya ditemukan pada aplikasi web dimana penyerang memasukkan kode 
(code injection) kedalam halaman web yanng bisa dilihat oleh pengguna lain[6]. Contoh kode 
yang dimasukkan adalah kode HTML, dan script client side seperti JavaScript. Penyerang 
memasukkan kode yang telah diubah dalam hexadesimal sehingga tidak mencurigakan bagi 
pengguna lain.  
Kode jahat yang telah disimpan oleh aplikasi web ditampilkan dan terlihat seakan-akan 
tampilan tersebut aman dan valid dari website tersebut. Banyak aplikasi buku tamu dan 
forum yang mengizinkan penyimpanan data HTML, JavaScript, VBScript, ActiveX atau Flash. 
Kode tersebut bisa digunakan untuk pencurian cookie, pembajakan, membaca konfigurasi 
pengguna lain dan iklan palsu. Kode ini bisa juga dimasukkan bukan dalam bentuk ASCII, 
tapi juga dalam bentuk Hexadesimal.  
Sebagai contoh, jika seorang penyerang memasukkan url 
http://host/a.php?variable="><script>document.location='http://www.cg
isecurity.com/cgi-bin/cookie.cgi? '%20+document.cookie</script> , 
maka cookie dari pengguna bisa terlihat. Bisa juga serangan diatas menggunakan bentuk 
Hexadesimal  
http://host/a.php?variable=%22%3e%3c%73%63%72%69%70%74%3e%64%6f%63%7
5%6d%65%6e%74%2e%6c%6f%63%61%74%69%6f%6e%3d%27%68%74%74%70%3a%2f%2f%7
7%77%77%2e%63%67%69%73%65%63%75%72%69%74%79%2e%63%6f%6d%2f%63%67%69%2
d%62%69%6e%2f%63%6f%6f%6b%69%65%2e%63%67%69%3f%27%20%2b%64%6f%63%75%6
d%65%6e%74%2e%63%6f%6f%6b%69%65%3c%2f%73%63%72%69%70%74%3e 
 
PERANCANGAN DAN IMPLEMENTASI 
 
Program ini menganalisa file log yang berukuran besar pada web server Apache. Hal yang 
dianalisa antara lain adalah jumlah kunjungan berdasarkan alamat IP yang mengakses, jumlah 
masing-masing kode akses web server yang terjadi, dan jumlah kemungkinan terjadinya 
serangan SQL Injection dan Cross Site Scripting. 
Program analisa file log ini menggunakan framework Hadoop yang mengimplementasikan 
model pemrograman pemetaan dan reduksi. Program analisa file log ini dibuat dengan 
menggunakan bahasa pemrograman Java. 
Program ini menggunakan 2 fungsi utama yaitu Map dan Reduce dan satu fungsi untuk 
mengkonfigurasi kerja program dan menjalankannya. Tidak ada antar muka dalam 
pengoperasian program ini. Program dijalankan melalui console dengan memasukkan 2 buah 
parameter. Parameter pertama adalah nama folder letak file log yang akan dianalisa dan 
parameter kedua adalah nama folder tempat file hasil proses disimpan. Hadoop menyediakan 
fasilitas antarmuka berupa web yang bisa digunakan untuk memantau pekerjaan pemetaan dan 
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reduksi yang sedang  berjalan, laporan hasil pekerjaan pemetaan dan reduksi berupa waktu 
eksekusi, dan persentasi keberhasilan dan kegagalan pekerjaan. File-file input dan output dari 
program ini juga bisa dilihat melalui antarmuka web tersebut. 
 
Rancangan Proses Pemetaan 
Fungsi pemetaan memproses suatu pasangan kunci dan nilai (key/value) menjadi kunci 
dan nilai tengah (intermediate key/value) yang nantinya akan dikirim ke fungsi reduksi.  Saat 
operasi pemetaan berjalan secara paralel, file yang menjadi input dibagi menjadi beberapa 
bagian yang disebut FileSplits. Hal ini dilakukan karena sebuah file bisa memiliki ukuran yang 
besar dan itu akan memperlambat kinerja.  Saat fungsi pemetaan membaca baris data, fungsi ini 
menghasilkan pasangan kunci berupa nomor baris dan nilai berupa data baris log. Berikut contoh 
salah satu baris log. 
127.0.0.1 - - [11/Jun/2008:16:23:10 +0700] "GET 
/pasi/index.php/games HTTP/1.1" 200 40498 
Baris file log ini akan dibagi menjadi tujuh bagian. Bagian pertama adalah IP yaitu nilai 
127.0.0.1. Ini adalah alamat IP pengakses web server. Nilai ini yang nantinya dijadikan kunci 
untuk menghitung jumlah pengakses berdasarkan alamat IP. Bagian kedua adalah id dari 
pengakses. Bagian kedua ini diabaikan. Bagian ketiga adalah nama pengakses. Bagian ini hanya 
muncul jika pengakses harus terlebih dahulu memasukkan username dan password untuk bisa 
mengakses suatu halaman web. Bagian ketiga ini juga diabaikan karena tidak semua halaman 
web harus melakukan autentikasi. Bagian keempat adalah waktu akses pengguna yaitu nilai 
[11/Jun/2008:16:23:10 +0700]. Bagian kelima adalah alamat yang diakses yaitu nilai  
/pasi/index.php/games. Bagian ini yang nantinya akan dianalisa apakah terdapat serangan  
Query Injection atau  Cross Site  Scripting. Bagian keenam adalah kode status yang dihasilkan 
oleh server yaitu nilai  200. Nilai ini yang juga nantinya dijadikan kunci kode status server. Nilai 
ketujuh adalah ukuran file yang dikirim server ke pengguna. Bagian ini juga diabaikan.    
Pada program ini fungsi pemetaan membentuk beberapa pasang kunci dan nilai tengah 
yaitu kode status server sebagai kunci dan baris log sebagai nilai, alamat IP sebagai kunci dan 
angka 1 sebagai nilai, kode QueryInjection sebagai kunci dan baris log yang dicurigai 
merupakan serangan Query Injection sebagai nilai dan terakhir kode XSS sebagai kunci dan baris 
log yang dicurigai merupakan serangan Cross Site  Scripting sebagai nilai. Jadi terdapat 4 
pasang kunci dan nilai yang dihasilkan oleh 1 fungsi pemetaan. Pasangan-pasangan kunci dan 
nilai ini akan dikirim sebagai input untuk fungsi reduksi. Berikut diagram alur dari proses 
pemetaan 
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Gbr-2 Diagram Alur Proses Pemetaan 
 
Rancangan Proses Reduksi 
Fungsi reduksi adalah memproses pasangan kunci dan nilai yang dikirim dari fungsi 
pemetaan untuk menjadi pasangan kunci dan nilai akhir yang nantinya akan ditulis ke file sebagai 
hasil. Masing-masing 4 pasangan kunci dan nilai yang dihasilkan oleh fungsi pemetaan diproses 
secara berbeda dan hasilnya disimpan pada masing-masing file hasil. Untuk pasangan alamat IP, 
fungsi reduksi akan menjumlahkan semua angka nilai dari masing-masing alamat IP sehingga 
didapat pasangan alamat IP dan jumlahnya. Hasil ini  disimpan dalam satu file terpisah dari hasil 
pasangan kunci dan nilai yang lain. Pada kunci dan nilai lainnya hasilnya berupa kunci dan baris 
log. Berikut dibawah ini adalah diagram alur proses reduksi  
Mulai 
Baca baris 
file log 
Kunci = IP 
Nilai = 1 
Kunci = Kode Status 
Nilai = Baris log 
Ada kemungkinan 
serangan Query 
Injection 
Ada kemungkinan 
serangan Cross Site 
Scripting 
Masih ada baris log 
yang akan dibaca 
Kunci = QueryInjection 
Nilai = Baris log 
Kunci = XSS 
Nilai = Baris log 
Selesai 
Ya 
Ya 
Tidak 
Tidak 
Tidak 
Ya 
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Gbr-3 Diagram Alur Proses Reduksi 
Class-class yang menyusun program : 
1. Class Map 
Proses pemetaan ditulis pada kelas Map. Kelas Map ini menurun dari kelas 
MapreduceBase dan mengimplementasikan kelas abstrak Map<K1,V1,K2,V2>. Pada inner 
Mulai 
Baca kunci dan nilai 
hasil pemetaan 
Kunci adalah 
alamat IP 
Kunci adalah 
kode status 
server 
Ya 
Tidak 
jumlah = jumlah + nilai Masih ada kunci dengan IP yang 
sama 
Ya 
Tidak 
Kunci = kode akses 
Nilai = baris log 
Ya 
Kunci = XSS Kunci = XSS 
Nilai = baris log 
Kunci = QueryInjection Kunci = QueryInjection Nilai = baris log 
Masih ada kunci 
dan nilai hasil 
pemetaan 
Selesai 
Tidak 
Tidak 
Tidak 
Tidak 
Ya 
Ya 
Ya 
Kunci = alamat IP 
Nilai = jumlah 
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kelas ini terdapat satu method yaitu  map. Didalam method map ini setiap baris file log 
diproses. Setiap pasangan kunci dan nilai yang ingin dikirim ke Reduce diambil oleh 
OutputCollector.collect(key,value). Pasangan kunci dan nilai yang dihasilkan 
adalah kode status server sebagai kunci dan baris log sebagai nilai, alamat IP sebagai 
kunci dan angka 1 sebagai nilai. Kode QueryInjection sebagai kunci dan baris log yang 
dicurigai merupakan serangan Query Injection sebagai nilai didapat dengan mencocokan 
alamat pada baris log dengan ekspresi regular yang menunjukkan pola serangan tersebut. 
Terakhir kode XSS sebagai kunci dan baris log yang dicurigai merupakan serangan Cross 
Site  Scripting sebagai nilai didapat dengan mencocokan alamat pada baris log dengan 
ekspresi regular yang menunjukkan pola serangan tersebut. Untuk menangani ekspresi 
regular digunakan method pada Kelas Matcher. 
 
 
2. Class Reduce 
Inner Class Reduce menurun dari kelas MapreduceBase dan mengimplementasikan kelas 
abstrak Reducer<K2,V2,K3,V3>. Pada inner class Reduce terdapat method reduce yang 
bekerja memproses semua kunci dan nilai yang didapat dari method map. Setiap kunci dan 
nilai yang berbeda diproses secara berbeda. Masing-masing 4 pasangan kunci dan nilai 
yang dihasilkan oleh method map diproses secara berbeda dan hasilnya disimpan pada 
masing-masing file hasil. Sebelum kunci dan nilai tersebut disimpan pada suatu file, kunci 
dan nilai tersebut diambil oleh MultipleOutputs. getCollector( fileName, 
reporter). collect(key,value). Untuk pasangan alamat IP, method reduce akan 
menjumlahkan semua angka nilai dari masing-masing alamat IP sehingga didapat 
pasangan alamat IP dan jumlahnya. Hasil ini disimpan dalam file yang bernama IP. 
Pasangan kode status server dan baris log dikumpulkan berdasarkan kode status masing-
masing dan disimpan pada file dengan nama sesuai dengan kode status server. Pada 
kunci QueryInjection dan XSS masing-masing pasangan dikumpulkan pada satu file 
dengan nama sesuai dengan kunci tersebut.  
 
PERCOBAAN DAN PEMBAHASAN 
 
Langkah-langkah percobaan yang penulis lakukan mulai dari setting, kompile sampai 
dengan menjalankan program untuk memeriksa apakah alur program sudah berjalan sesuai yang 
diharapkan. Program analisis file log dijalankan pada 4 buah komputer yang saling terhubung. 
Kemudian waktu eksekusi program analisis file log dibandingkan dengan aplikasi analisis yang 
sudah ada yaitu Webalizer dan Awstats dengan memproses berbagai ukuran file log.    
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Dari percobaan dan perbandingan yang penulis lakukan didapat bahwa program analisis 
file log yang penulis buat berjalan sesuai dengan alur yang telah dirancang. Untuk hasil 
perbandingan waktu eksekusi, berikut tabel perbandingannya 
 
      Ukuran File 
 
Aplikasi 
1 GB 2 GB 4 GB 8 GB 
Aplikasi Dengan 
Hadoop 
6 menit 8 detik 13 menit 12 detik 23 menit 27 detik 41 menit 21 detik 
Webalizer 32 detik 1 menit 32 detik 2 menit 12 detik 4 menit 36 detik 
Awstats 4 menit 17 detik 8 menit 13 detik 19 menit 4 detik 39 menit 24 detik 
 
Tabel-1 Tabel Hasil Percobaan 
 
Ternyata dari hasil percobaan, terjadi ketidaksesuaian harapan penulis atas kinerja dari 
aplikasi analisa file log dengan menggunakan Hadoop. Waktu eksekusi program analisis file log 
lebih lambat dibandingkan waktu eksekusi Webalizer dan Awstats. Dari hasil percobaan ini bisa 
diambil kesimpulan bahwa sistem Mapreduce tidak cocok untuk ukuran file dan jumlah komputer 
yang terhitung masih sedikit. 
 
PENUTUP 
Penulis merasa bahwa aplikasi dan tulisan ini masih jauh dari sempurna, karena itu saran 
yang dapat diberikan penulis untuk pengembangan selanjutnya adalah, karena aplikasi analisa 
file log ini masih merupakan prototype maka masih bisa dikembangkan lebih lanjut dalam 
algoritma analisanya. Selain itu masih banyak implementasi aplikasi yang berjalan diatas model 
pemrograman pemetaan dan reduksi ini antara lain untuk aplikasi data mining, statistika, machine 
learning, dan search engine.  
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