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Diplomsko delo raziskuje pomen zasebnosti v današnji družbi; družbi nadzora. 
Izpostavljena je pravica do varstva zasebnosti, pravica, ki nam daje možnosti biti sam in 
obdržati kakšno skrivnost samo zase ali svoje bližnje. Z obravnavo številnih mednarodnih 
pravnih aktov, temelječih na Splošni deklaraciji človekovih pravic, naloga podaja pravno 
podlago spoštovanja pravice do varstva zasebnosti. Ta pravica mora biti spoštovana 
vsepovsod, med drugim tudi na socialnih omrežjih. Opisana je pomembna vloga ter 
številne prednosti uporabe socialnih omrežij dandanes. Poseben poudarek je namenjen 
Facebooku, ki je trenutno najbolj razširjeno socialno omrežje. Podani so tehtni argumenti 
in konkretni primeri v prid potrditve hipoteze, da Facebook ne zagotavlja pravice do 
varstva zasebnosti v zadostni meri. Podani so tudi napotki za varno in zasebnosti prijazno 
uporabo socialnih omrežij. To je moč doseči s spreminjanjem privzetih nastavitev 
zasebnosti in s skrbno selekcijo objave osebnih podatkov. S tem je potrjena hipoteza, da 
lahko uporabniki Facebooka korenito pripomorejo k varovanju svoje zasebnosti.  
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THE RIGHT FOR PRIVACY PROTECTION 
 
The graduate paper investigates the importance of privacy in today's society - the society 
of survelliance. The right  for privacy protection is highlighted and it gives us the 
possibility to be alone or to keep a secret only for ourselves or for our close relatives. 
Taking into consideration a numerous international legal acts based on Declaration of 
human rights, the paper gives legal ground of respecting the right for privacy protection. 
This right must be respected  everywhere among others also in social networks. The 
important role and many other advantages of the use of social networks are described. A 
special emphasis is on Facebook which is currently the most widespread social network. 
Valid arguments and concrete examples are given which are in favour of the hypothesis 
that Facebook does not provide the right for privacy protection in sufficient manner. The 
guidelines for safe use of social networks are also given. This can be achieved by 
changing of the default settings and by careful selection of personal data release. In this 
way the hypothesis – that the Facebook users can radically contribute to the  protection 
of their privacy – is confirmed. 
 
 
KEY WORDS: privacy, the right for privacy protection, social networks, Facebook, privacy 
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Zasebnost je z najvišjimi pravnimi akti varovana pravica, ki mora biti kot taka spoštovana 
vedno in povsod. Socialna omrežja, ki so postala del vsakdana mnogih ljudi, se morda 
zdijo kot nek oddaljen prostor, kjer sicer spoštovana pravila ne veljajo. Zdi se, da so na 
socialnih omrežjih bolj kot zasebnost pomembne druge vrednote, kot je npr. hiter dostop 
do podatkov, povezovanje z ljudmi in biti v centru dogajanja. Ne glede na to, kako močno 
si zatiskamo oči, ne moremo mimo dejstva, da je primarna skrb ponudnikom socialnih 
omrežij dobiček. Le-ta se bo povečeval, če bodo osebni podatki uporabnikov dostopni 
zainteresirani javnosti. Ta jih bo odkupila in uporabila za namene neposrednega 
oglaševanja. Spoštovanju pravice do zasebnosti se ponudniki socialnih omrežij želijo 
ogniti, kolikor je le mogoče. Hodijo po robu legitimnosti in ko se jim zdi, da nihče ne 
gleda, ga tudi prestopijo. 
 
Daleč najbolj razširjeno socialno omrežje je Facebook, ki je namenjen ohranjanju in 
navezovanju stikov, druženju in osveščanju z dogajanjem in dejavnostmi drugih oseb, ki 
jih imamo dodane kot »prijatelje«. Facebook ima trenutno več kot 500 milijonov 
uporabnikov, povprečen uporabnik pa ima 130 prijateljev. Število stikov, ki jih posameznik 
naveže, se iz dneva v dan povečuje, privzete nastavitve osebnosti pa so postale 
zasebnosti neprijazne. Večina osebnih podatkov, ki jih uporabnik Facebooka objavi, je 
vidna vsem uporabnikom interneta ali Facebooka. S tem Facebook najverjetneje krši 
priporočila ENISE, Berlinske mednarodne delovne skupine za varstvo podatkov v 
telekomunikacijah ter Delovne skupine za varstvo podatkov, nastale na podlagi 29. člena 
Direktive 95/46 ES. Svetlo točko in možnost rešitve za uporabnike vidim v tem, da 
spremenijo privzete nastavitve ter da Facebook previdno uporabljajo. Vendar na podlagi 
doslej izdelanih raziskav ugotavljam, da uporabniki privzetih nastavitev ne spreminjajo, 
niti se ne zavedajo, da je njihova zasebnost na kakršenkoli način ogrožena. 
 
Za temo diplomskega dela sem si izbrala varstvo pravice do zasebnosti na Facebooku, saj 
je udejstvovanje pri tem spletnem omrežju že marskikomu povzročilo zlorabo njegovih 
osebnih podatkov in ker nevarnosti uporabe Facebooka še niso bile na celovit način 
predstavljene javnosti. Opravljene so že bile številne raziskave o zavedanju uporabnikov o 
zasebnosti na Facebooku kot tudi o pogostosti spreminjanja privzetih nastavitev 
zasebnosti. Obstajajo številne študije o nevarnostih spletnih omrežij, primerjava med njimi 
in tudi specifično o Facebooku. Nekatere so bolj psihološke, druge sociološke, spet tretje 
bolj pravne narave. Osredotočiti se želim na pravni vidik te problematike in v enem delu 
zajeti vse, kar bi po mojem mnenju vsak uporabnik Facebooka moral vedeti, preden 
razkrije vse o sebi – še posebej tisto, česar ne bi osebno zaupal niti petdesetim ljudem, pa 
vseeno zaupa štiristotim Facebook »prijateljem«. Glede na to, da se novosti na področju 
zasebnosti na Facebooku pojavljajo skorajda mesečno, bi takšno pregledno delo 
omogočalo strnitev skorajda vsega pomembnega, tudi tistega, o čemer do tega trenutka 
še nihče ni obširneje pisal. Pričakujem, da bodo izsledki te naloge predstavljali neko 
osnovo za boljše osveščanje javnosti o nevarnostih Facebooka. Priporočala bi jo predvsem 
vsem uporabnikom Facebooka, da bi znali bolje zavarovati svoje področje zasebnosti pri 
uporabi tega socialnega omrežja. Poleg tega bi lahko nudila neko izhodišče za razmišljanje 
o možnostih sodnega pregona podjetja Facebook, Inc. 
 
Glavni namen pričujoče diplomske naloge je bil raziskati, če je uporabnikom Facebooka 






1. Dokazati, da Facebook krši posameznikovo pravico do zasebnosti.  





1. Dokazati, da uporabniki socialnih omrežij za uporabo le-teh plačujejo s 
posredovanjem svojih osebnih podatkov. 
2. Dokazati, da so socialna omrežja pomemben del sodobne družbe. 
3. Utemeljiti, zakaj bi pravica do varstva zasebnosti na socialnih omrežjih morala biti 
še bolj spoštovana kot drugje. 
 
Na podlagi ciljev tega diplomskega dela sem postavila dve hipotezi: 
 
1. Facebook ne zagotavlja varstva pravice do zasebnosti v zadostni meri. 
2. Uporabniki Facebooka lahko korenito pripomorejo k varovanju svoje zasebnosti. 
 
Za dosego svojih ciljev ter preveritev hipotez sem se poslužila številnih raziskovalnih 
metod. Glavni raziskovalni tehniki, ki sem ju uporabila in ki sta izrazito pripomogli k mojim 
izsledkom, sta bili analiza vsebine sekundarnega gradiva (članki, raziskave, priporočila, 
saostojne publikacije) ter strukturirano opazovanje. Za potrebe svoje diplomske naloge 
sem namreč poglobljeno opazovala privzete nastavitve in spreminjanje le-teh v času. 
Oblikovala sem še en uporabniški račun na Facebooku, kjer sem pustila privzete 
nastavitve zasebnosti. Uporabila sem tudi svoj že prej obstoječi račun, kjer sem nastavitve 
zasebnosti spreminjala v smer zagotavljanja čim večje mere zasebnosti. Za osvetlitev 
posameznih pojmov sem uporabila opisno in deduktivno metodo. Za proučevanje pravne 
podlage pravice do zasebnosti sem uporabila normativno metodo, t.i. analizo pravnih 
aktov ter njihovo interpretacijo. Uporabila sem tudi aksiološko metodo. Ta ima v pravu 
osrednji pomen, saj obravnava potrebe, cilje in vrednote v družbi. Norme se upoštevajo 
ali ne upoštevajo; dejansko stanje in potrebe po varstvu zasebnosti pa predstavlja družba 
na podlagi vrednot, ki jih upošteva in na podlagi njih tudi deluje. Uporabila sem tudi  
induktivno metodo, saj sem s pomočjo uporabe svojih Facebook profilov, podajala 




V uvodu diplomskega dela sem predstavila raziskovalni problem, namen ter cilje naloge. 
Opredelila sem raziskovalni hipotezi ter pojasnila na kakšen način ju bom skušala 
dokazati. V drugem poglavju sem obravnavala pomen zasebnosti v sodobni družbi. V 
podpoglavjih sem skušala definirati pojme: družba nadzora, zasebnost ter pravica do 
zasebnosti. Opozorila sem na omejitve pravice do zasebnosti ter na trend odrekanja 
pravici do zasebnosti. Ker Facebook izhaja iz ZDA, uporablja pa se širom po svetu, sem 
pojasnila razliko med ameriškim in evropskim vidikom zasebnosti. V tretjem poglavju sem 
predstavila pravno podlago pravice do zasebnosti. Pri tem sem se oprla na številne 
mednarodne pogodbe ter na zakonodajo evropske unije. V prvem podpoglavju četrtega 
poglavja sem predstavila vlogo socialnih omrežij dandanes ter prednosti in slabosti le-teh. 
V drugem podpoglavju istega poglavja sem obravnala zasebnost na socialnih omrežjih. 
Pojasnila sem, na kakšen način se uporabniki socialnih omrežij odrekamo pravici do 
zasebnosti ter kdo upravlja z našimi osebnimi podatki na socialnih omrežjih. Poznamo tri 
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skupine upravljalcev osebnih podatkov: ponudniki storitev socialnih omrežij, ponudniki 
aplikacij in uporabniki. V diplomskem delu sem natančno raziskala predvsem ponudnika 
storitev socialnega omrežja Facebook. Podala sem tudi uvodne misli o pomembnosti varne 
uporabe socialnih omrežij. V petem poglavju sem predstavila številčno najmočnejše 
socialno omrežje – Facebook. Definirala sem pojme: »Profil«, »Prijatelj« in »Zid«, ki so 
ključnega pomena za raumevanje vsebine, podane v nadaljevanju. S predložitvijo 
statističnih podatkov sem opozorila na popularnost Facebooka. V šestem poglavju sem 
podala konkretne argumente za potrditev postavljenih hipotez. V prvem podpoglavju sem 
na številnih primerih pokazala, na kakšen način Facebook krši pravico do zasebnosti svojih 
uporabnikov kot tudi neuporabnikov. Pri dokazovanju sem se oprla na pravne vire, 
predstavljene v tretjem poglavju ter na priporočila pomembnih evropskih organov s 
področja varstva osebnih podatkov. V drugem podpoglavju sem podala konkretne nasvete 
vsem sedanjim in bodočim uporabnikom Facebooka za varno in zasebnosti prijazno 
uporabo Facebooka. Prikazala sem, kako to lahko storijo s pomočjo spreminjanja privzetih 
nastavitev zasebnosti kot tudi z vsesplošno previdnostjo pri objavljanju osebnih podatkov 
in dodajanju novih stikov. V sklepu sem potrdila hipotezi, predstavila glavne izsledke tega 
dela ter potrdila obe postavljeni hipotezi in zastavljene cilje naloge. V zaključku sem 
povzela ugotovitve po poglavjih ter podala priporočila za nadaljnja raziskovanja. 
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2 ZASEBNOST V SODOBNI DRUŽBI 
 
 
2.1 DRUŽBA NADZORA 
Z razvojem informacijske tehnologije smo vedno bolj izpostavljeni nadzoru. Webster  
današnjo družbo poimenuje ne le informacijska družba, temveč kar družba nadzora. Za 
razumevanje danajšnjega pojmovanja zasebnosti in dopustnosti poseganja v zasebnost 
ter nenazadnje prostovoljnega odrekanja zasebnosti, je tako potrebno nekaj pozornosti 
posvetiti pojmu družba nadzora. 
»Čeprav so pri nadzoru največkrat izpostavljene predvsem njegove negativne plati, pa 
ima nadzor tudi pozitivne strani, saj pomaga pri zagotavljanju varnosti in vzdrževanju 
reda, v povezavi z organizacijo pa služi tudi urejanju življenja v družbi. Pri preučevanju 
nadzora torej naletimo na zanimiv paradoks, saj je dandanes nadzorovanje posameznikov 
tako sredstvo družbenega nadzora kakor tudi sredstvo za zagotavljanje pravic družbene 
participacije. Lyon ugotavlja, da se je nadzor razrasel skupaj z demokracijo, saj je tesno 
povezan z zahtevo po enakosti. Zahteva po enaki obravnavi vseh državljanov in 
uveljavljanju njihovih pravic namreč potegne za seboj tudi zahtevo po individualni 
ločljivosti teh posameznikov« (Lyon v: Kovačič, 2003, str. 23). »Trendi kažejo, da se 
nadzor še povečuje, saj se procesi klasifikacije, zbiranja in zapisovanja podatkov in 
informacij neprenehoma množijo, življenja navadnih posameznikov pa postajajo čedalje 
bolj transparentna. Ambicija države je videti in nadzorovati vse, enako ambicijo pa imajo 
tudi zasebna podjetja« (Giddens v: Kovačič, 2003, str. 23). 
Zaradi želje po optimalni organizaciji poslovanja so podjetja leta 1920 začela zbirati 
podate o potrošnikih. Prvi so to storili pri podjetju General Motors, kjer so z zbiranjem 
podatkov o potrošnikih gradili potrošniške profile. Današnja gibanja gredo v smer 
individualne obravnave potrošnikov, na primer pošiljanju personificiranih pisem, 
elektronske pošte in reklam, to pa seveda zahteva zbiranje čim večjega števila podatkov o 
potrošnikih. Navidezno je zbiranje podatkov potrošnikom v prid, saj glede na 
posameznikove preference podjetja prilagajajo ponudbo. Vendar to vodi do diskriminacije 
potrošnikov, tako glede njihove kupne moči, kot tudi glede njihovega okusa (po Kovačiču, 
2003, str. 25-26). 
Benthamov načrt Panoptikona iz leta 1791 je predvideval optični nadzor, v informacijski 
družbi pa vidnost ni samo optična. Večina današnjega nadzora je nevidnega, pojavlja se 
namreč na območju digitalnih signalov. Nadzorovanje pridobi moč z dejstvom, da je 
pridobljene podatke mogoče povezovati. Njihova povezava in obdelava lahko privede do 
novih podatkov in informacij, kar lahko posameznika oškoduje ali celo spravi v nevarnost. 
V kolikor ti podatki namreč niso ustrezno varovani, lahko pridejo v roke nepooblaščenim 
ali celo škodoželjnim osebam. Razvoj tehnologije je omogočil povečanje obsega in 
pocenitev zbiranja in obdelave podatkov, zato je nadzor lahko postal večji. Hkrati imajo 
dandanes, predvsem zaradi nadzorovanja potrošnikov, podatki in informacije tržno 
vrednost (glej Kovačič, 2003, str. 27-31). 
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2.2 ZASEBNOST 
Sykes meni: »Nekateri pravijo, da je zasebnost bistvena za biti človek, vendar je v resnici 
povsem mogoče biti človek brez zasebnosti. Bolj točno je reči, da je zasebnost nujna za 
biti svoboden človek« (Sykes v: Kovačič, 2006, str. 19). 
»Big Brother is watching you« je v 1984 zapisal George Orwell. »...V vsakem nadstropju 
je nasproti jaška za dvigalo strmel s stene plakat z velikanskim obrazom. Bila je ena tistih 
podob, ki so izdelane tako, da ti oči sledijo, medtem ko se premikaš. VELIKI BRAT TE 
OPAZUJE se je glasil napis pod njim« (Orwell v: Lampe, 2004, str. 37). 
Zgoraj opisan je tisti najbolj črn, že pregovorno »Orwellov scenarij« nadzora 
posameznika, v katerem ni važna navadna »Policijska patrola«, temveč samo »Miselna 
policija«, monitor nadzora ne samo obvladuje in kontrolira misli, temveč načrtno 
poneumlja s parolo »VOJNA JE MIR, SVOBODA JE SUŽENJSTVO, NEVEDNOST JE MOČ« in 
tako obenem ne bi mogel bolje ponazarjati tudi današnjih TV ekranov. Zna se zgoditi, da 
bo »črna utopija« tisočdevetstoštiriinosemdeset postala resničnost (po Lampetu, 2004, 
str. 37). 
Že davnega leta 1928 je sodnik ameriškega vrhovnega sodišča Louis Brandeis zapisal, da 
napredek znanosti omogoča državni oblasti nove možnosti nadzora in da se le-ta ne bo 
ustavil pri prisluškovanju telefona. Predvidel je, da bo država nekega dne lahko predložila 
reproducirane papirje, ne da bi jih vzela iz obtoženčevega predala, in poroti razkrivala 
njegove najbolj intimne podatke. Brandeis pravi, da so očetje ameriške Ustave ljudi želeli 
zaščititi v njihovem verovanju, mišljenju, njihovih čustvih in njihovih dejanjih s tem, da so 
jim zagotovili najbolj splošno pravico, ki jo potrebuje civiliziran človek, »pravico biti sam« 
(po Lampetu, 2004, str. 37). 
Zasebnost potrebujemo, da smo lahko kar smo. In takrat, ko uživamo zasebnost, 
spoznavamo sami sebe in se razvijamo. Tu bi omenila izjavo Marilyn Monroe: “Kariera se 
oblikuje v javnosti, talent v zasebnosti.”  
2.2.1 OPREDELITEV ZASEBNOSTI 
 
V poročilu Privacy and Human Rights iz leta 2003 se zasebnost deli na naslednje 
dimenzije, ki so med seboj tesno povezane (po Laurant v: Pestotnik, 2007, str. 12): 
 
• Informacijska zasebnost – nanaša se na baze osebnih podatkov1 in na upravljanje 
z njimi (gre za varovanje osebnih podatkov2); 
• Zasebnost telesa – se nanaša na zaščito posameznikovega telesa pred različnimi 
postopki, kot so genska testiranja in pregledi telesnih odprtin; 
• Komunikacijska zasebnost – pokriva varnost in zasebnost pošte, telefona, 
elektronske pošte in drugih oblik komuniciranja; 
                                                 
1 Baza osebnih podatkov je vsak strukturiran niz osebnih podatkov, ki vsebuje vsaj en osebni podatek, ki je 
dostopen na podlagi meril, ki omogočajo uporabo ali združevanje podatkov, ne glede na to, ali je niz 
centraliziran, decentraliziran ali razpršen na celotni funkcionalni ali geografski podlagi; strukturiran niz 
podatkov določi ali omogoči določljivost posameznika (6. člen ZVOP-1). 
2 Osebni podatek je katerikoli podatek, ki se nanaša na posameznika (določeno ali določljivo fizično osebo, na 
katero se osebni podatek nanaša), ne glede na obliko, v kateri je izražen (6. člen ZVOP-1). 
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• Prostorska zasebnost – se nanaša na omejevanje vdiranja v družinska in druga 
zasebna okolja, kot so delovno mesto ali javna sfera. 
Pojem zasebnosti ima ogromno dimenzij, različnih pomenov v različnih kulturah in v 
različnih obdobjih zgodovine. Je neoprijemljiv pojem, ki ga vsakdo razume drugače in 
ravno, ko pomislimo, da bi neka teorija utegnila biti prava, se nam izmuzne iz rok kot riba 
s trnka. Teorije tekom časa rastejo, se spreminjajo in predvsem živijo. Ne obstajajo kot 
neke absolutne resnice, temveč dovoljujejo, da se v njih dvomi, se jih testira, spreminja, 
se jih ponovno interpretira in tudi, da se jih podpira. So kot nek živ organizem, ki raste, 
diha in obstaja. Ne podajam torej neke absolutne resnice, vendar se ji želim čim bolje 
približati. Razumevanje pojma zasebnosti je namreč izrednega pomena pri obravnavanju 
te diplomske naloge. 
Ameriški vrhovni sodnik Louis Brandeis pravi, da je pravica do varstva zasebnosti ena 
najbolj cenjenih in izčrpnih pravic. Zasebnost je nujna dobrina v demokratičnih državah, 
ljudem omogoča občutek mirnosti, saj vedo, da niso ves čas in v vseh okoliščinah tarča 
nadzorovanja, kot se je zgodilo Trumanu v Truman's showu3. Ljudje smo svobodni v 
okviru zasebnosti, ki nam je na voljo in to nam daje občutek psihološke mirnosti, da smo 
lahko, kar smo. Številni teoretiki so zasebnot poskušali obrazložiti, vendar so se v okviru 
njihovih utemeljitev vedno našle špranje. Filozofi in pravni teoretiki menijo, da je 
zasebnost težko zadovoljivo in dokončno definirati. Profesor Hyman Gross meni, da je 
koncept zasebnosti okužen s pogubno dvoumnostjo. Pravni teoretik Robert Prost meni, da 
je zasebnost tako kompleksna, zapletena in kontradiktorna vrednota, da se boji, da je 
obrazložitev tega pojma v jasni in enoznačni meri nemogoča. Solove se tega problema 
zaveda in izraža skrb glede te problematike. Če nečesa ne znamo definirati, težko 
rešujemo probleme v povezavi s tem. Sodniki tako različno in včasih napačno 
interpretirajo pojem zasebnosti in sprejemajo odločitve, ki so morda napačne (po Solove, 
2008, str. 1-2). 
Solove meni, da je pojem zasebnosti spolzek koncept, ki kroži okrog svobode mišljenja, 
kontrole telesa, nedotakljivosti stanovanja, odsotnostjo nadzora, varstva časti in dobrega 
imena, varstva osebnih podatkov, zaščito pred nadzorom in zasliševanjem. Solove trdi, da 
je zasebnost izjemnega pomena za svobodo in demokracijo (glej Solove, 2008, str. 1). 
Ena izmed najbolj splošnih definicij zasebnosti pravi, da je zasebnost definirana kot meja, 
do katere lahko družba posega v posameznikove zadeve (Davies v: Pestotnik, 2007, str. 
10). »Zasebnost bi bilo najenostavneje pojmovati kot 'nekaj, kar ni javno'. Gre torej za 
imaterialne dobrine, ki jih posameznik noče ali ne bi hotel nameniti javnosti, ali vsaj ne 
širši javnosti, včasih le določenim osebam, včasih niti njim« (Lampe, 2004, str. 39). 
Helen Nissenbaum je razvila teorijo o zasebnosti, ki pravi, da »se skorajda vse – stvari, ki 
jih počnemo, dogodki katerih se udejstvujemo, izmenjave podatkov, ki jih storimo – zgodi 
ne le glede na prostor, v katerem se nahajamo, temveč tudi glede na politično stanje, 
okoliščine in kulturna pričakovanja.« Izhajajoč iz te teorije podaja trditev, da gre za 
nedovoljene posege v zasebnost, kadar bodisi zbiramo bodisi distribuiramo informacije, za 
katere se ne pričakuje in ne spodobi, da jih zbiramo (glej Nissenbaum v: Barrigar, 2009, 
str. 6). 
                                                 
3 Film Trumanov show je bil posnet leta 1998 pod okriljem režiserja Ed Harrisa. Za glavnega akterja – 
Trumana – so ustvarili umetno mesto in s kamero spremljali njegovo življenje, vse odkar je privekal na svet. 
Največja razlika med njim in ljudmi, ki so sodelovali v drugih resničnostnih šovih, ki so nastali pozneje (Big 
Brother, Bar, Kmetija) je, da on ni vedel, da je sneman. 
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Teorija poudarjajoč pomen zasebnosti kot posameznikove in družbene dobrine, pojmuje 
zasebnost kot »srce svobode v moderni družbi«. Pri posamezniku kot družbenemu bitju 
prihaja do interakcij z drugimi posamezniki, javnostjo in državno oblastjo. To dejstvo vodi 
do ugotovitve, da je njegova zasebnost oziroma natančneje njegov interes po ohranitvi 
njegove nedotakljivosti omejen zaradi interesov drugih posameznikov, javnosti in državne 
oblasti. Pravo išče odgovor na to, kdaj je interes drugih v posameznikovo zasebnost 
prevladujoč proti posameznikovemu interesu po zasebnosti. Vzpostavitev nekega 
pravičnega sorazmerja med obema interesoma je ideja učenja o t.i. »socialni 
adkvantnosti«, na katero je sicer v »civilnopravni« analizi t.i. tehtanja interesov opozarjal 
profesor Nipperdey (po Lampetu, 2004, str. 40). 
V zasebnost posameznika torej ne posega zgolj državna oblast, temveč tudi drugi 
posamezniki. Ravno zaradi radovednosti pripadnikov družbe so resničnostni šovi postali 
tako dobičkonosen posel. Prav zaradi zasebnega življenja princese Diane je bilo podrtih 
toliko dreves. Zasebnost drugega je zaprta knjiga, v katero bi vsakdo rad pokukal. 
Posledica posegov v našo zasebnost pa so negativni občutki, ko se skušamo zakriti s 
figovim listom, kot sta to storila Adam in Eva, ko so se po zaužitju prepovedanega sadeža 
odprle njune oči (po Lampetu, 2004, str. 38). 
Zasebnost je skrbno varovana in mora biti spoštovana povsod in v očeh vseh, saj bi sicer 
ves čas imeli občutek, da nas nekdo opazuje in o nas vse ve. Vrednote se s časom 
spreminjajo in ljudje se odrekajo zasebnosti, da bi nastopili v resničnostnih šovih kot so 
Big Brother, Bar, Kmetija in podobno. Če se človek zaveda, da je opazovan, bo ravnal 
drugače, kot bi ravnal sicer, toda sčasoma bo na ta nenehen nadzor pozabil in pokazal 
svojo pravo plat. Nemogoče je namreč ves čas igrati. Ljudje se torej zasebnosti 
prostovoljno odrekajo. Tega seveda ne počno vsi. Mnogi pravijo, da za noben denar ne bi 
nastopili v resničnostnih šovih in dopustili, da bi jih kamere spremljale tudi pri najbolj 
intimnih početjih. Spet drugi to počno, da bi postali medijsko prepoznavni. Zavedajo se, 
da v kolikor želijo stopiti v ospredje v svetu medijev, se delu zasebnosti preprosto morajo 
odreči. Nanje prežijo paparazzi na plažah, v trgovinah in s sijočimi očmi upajo na medijsko 
zanimive prepire ali spodrsljaje. Torej je cena, ki jo posameznik zasebnosti pripisuje, 
relativna. Za nekatere je neprecenljiva, za druge pa zelo nizka. Ustanovitelj Facebooka 
Mark Zuckerberg je izjavil, da je zasebnost kot vrednota stvar preteklosti (Pirc Musar, 
2010). Osebno menim, da to ne drži, sicer se ljudje ne bi pritoževali pristojnim organom 
nad kamerami v dvigalih, v toaletnih prostorih in preoblačilnicah. Zakaj bi to počeli, če jih 
ne bi motilo, da se jih vidi povsem razgaljene in nemočne?  Obstajajo številne pravne 
podlage, ki določajo, pod kakšnimi pogoji in v kolikšni meri so osebni podatki dostopni 
določenim pravnim ali fizičnim osebam. Te pravice se ne sme teptati in zaničevati, kot je 
to storil Google, ko je leta 2007 uvedel Google Street View in posnel ljudi, ne da bi 
zameglil njihove obraze ali registrske tablice vozil. Žene so se ločevale od mož, ker so 
videle, da je bil možev avto parkiran pri ljubici, ljudje so se selili, ker so jih sosedje videli, 
da se goli sončijo. Vse to zaradi Googla. Kje so meje in kdo jih bo postavil? Google je 
izjavil, da odkar imamo satelitski sitem, ne moremo pričakovati enake mere zasebnosti kot 
nekdaj.  »Zasebnost je svetinja, ki človeka ločuje od živali – in robotov, če hočete – zato 
se je zanjo vredno boriti.« (Pirc Musar, 2010). Sama bi šla še dlje – tudi živali rade uživajo 
zasebnost. Zakaj bi sicer psi hitro spustili dvignjeno nogo na tla in stekli stran od drevesa, 
kjer so želeli opraviti malo potrebo, če jim ne bi bilo nelagodno, da smo jih opazili? Vsa 
živa bitja smo namreč najbolj sproščena takrat, ko nas nihče ne opazuje. Res pa je, da je 
samo ljudem ta pravica zagotovljena tudi s pravnimi akti.  
Kljub temu si ne moremo zatiskati oči pred očitno »deprivatizacijo« človekovega življenja, 
kot jo je prvi poimenoval profesor Nipperdey. Za tem pojmom stoji družbeni pojav, ki se 
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pojavlja predvsem z moderno tehnologijo in ki ustvarja »Big Brother efekt« nad 
posamezniki in tudi skupinami ljudi. V novejšem času predstavlja naslednjo veliko 
nevarnost moderne družbe nad zasebnostjo posameznika tudi komercializacija družbe. 
Komercializacija človeka z roko v roki z globalizacijo je podana v smislu uporabe imena, 
podobe, mnenj posameznika v komercialne namene. Rezultat je lahko zmanjšano 
spoštovanje zasebnosti v zameno za denar (po Lampetu, 2004, str. 41). 
Po poročilu Privacy & Human Rights 1999 zasebnost ogrožajo trije trendi (po Kovačiču, 
2003, str. 34): 
 Globalizacija (odstranjuje geografske omejitve pretoka podatkov), 
 Konvergenca med tehnologijami (tehnologije so čedalje bolj povezljive med seboj), 
 Multimedialnost (podatki lahko prehajajo iz ene oblike v drugo). 
2.3 PRAVICA DO VARSTVA ZASEBNOSTI 
»V temelju razlikujemo dva vidika zasebnosti. Prvi vidik je varstvo zasebnosti pred javnimi 
oblastmi, drugi pa je varstvo zasebnosti pred posamezniki. V zasebnost posameznika torej 
brez utemeljenih razlogov ne smejo posegati ne država ne posamezniki, razen v določenih 
primerih, ob privolitvi prizadete osebe. Pravica do varstva zasebnosti tudi ni varovana 
samo v zasebnih razmerjih znotraj doma. Kjerkoli se posameznik namreč nahaja, se 
nahaja tudi njegova sfera zasebnosti, ki se varuje.  Pravica do varstva zasebnosti ni samo 
dolžnost države »da nas putijo pri miru«, temveč se tako v praksi kot v teoriji upošteva 
tudi kot dolžnost države, da prek zakonodaje in drugih ukrepov zagotovi pozitivnopravno 
varstvo posameznikov.« (Krušič Matè, 2010, str. 16) 
Pravica do varstva zasebnosti je ena od osebnostnih pravic. Osebnostne pravice so 
osebne, nepremoženjske pravice. Zadevajo osebne dobrine, ki jih ni mogoče oceniti v 
denarju. So absolutne pravice, ki učinkujejo zoper vsakogar. To pomeni, da je subjekt 
pravice upravičen od vsakogar zahtevati, da se vzdrži posegov v osebno dobrino, ki je 
varovana z določeno osebnostno pravico.  Za osebnostne pravice so relativne, saj zanje 
veljajo določene omejitve. Človek namreč živi v družbi kjer se pravica enega osebka konča 
in se začne pravica drugega osebka. Za osebnostne pravice je značilno tudi, da se ne 
morejo dedovati, odtujiti, odstopiti ali prenesti na drugega. Osebnostnim pravicam se niti 
ni mogoče odreči,  človeku torej pripadajo neodvisno od njegove volje.  Osebnostne 
pravice tudi ne zastarajo. Ne morejo se namreč izgubiti s tem, da se ne izvršujejo, 
oziroma da se nekaj časa ne uveljavljajo. Uveljavljanje osebnostne pravice ni vezano na 
določen rok.  (po Krušič Matè, 2010, str.11-13). 
»Pravica do zasebnosti je najpogosteje določena kot meja, do katere lahko družba vdre v 
posameznikove zadeve« (Banisar at al. v: Kovačič, 2003, str. 34). »Pravica do zasebnosti 
je pravica do skritosti osebnega življenja. Skrito naj bo vse, kar spada v osebno in 
družinsko življenje in za kar posameznik ne želi, da se odkrije. Varovano je osebno 
življenje, nedotakljivost osebne sfere.« (Finžgar v: Krušič Matè, 2010, str. 16).  
 »Pravica do zasebnosti je elementarna človekova pravica – tako mednarodna kot ustavna 
pravica, javnopravnega značaja ter osebnostna pravica, civilnopravnega značaja, kot ena 
izmed nepogrešljivih elementov človekove eksistence, ki varuje človeka pred državno 
oblastjo, javnostjo in drugimi posamezniki, je pravica biti sam z minimumom posegov v 
odločitveno, duševno, prostorsko in informacijsko zasebnost« (Lampe, 2004, str. 42). 
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»Pravica do zasebnosti je dobila svojo pravno veljavnost in nudi posamezniku varnost 
pred vmešavanjem, vdori drugih v njegove/njene osebne zadeve, pred objavami imena in 
podobe ali širjenjem intimnih skrivnosti ali njegovih/njenih življenjskih navad...« (Lampe, 
2004, str. 67). 
2.3.1 OMEJITVE PRAVICE DO ZASEBNOSTI 
Warren in Brandeis menita, da je prva omejitev pravice do zasebnosti javni interes. 
Pravica do varstva zasebnosti ne sme preprečiti nobene objave o zadevah, ki so v 
splošnem interesu javnosti. Tu je treba opozoriti na dejstvo, da je splošen interes javnosti 
velikokrat težko definirati. Pravica do varstva zasebnosti mora biti oblikovana tako, da 
varuje posameznika v zadevah, v katerih javnost nima legitimnega interesa. 
Druga omejitev pravice do zasebnosti je priviligiranost. V skladu s to omejitvijo pravica do 
varstva zasebnosti ni kršena, če je razkritje nekaterih podatkov in dejstev o posamezniku 
potrebno za nemoteno obravnavo na sodišču ipd. V takšnih primerih bi absolutnost 
pravice do zasebnosti lahko privedla do absurdne situacije.  
Pravica do varstva zasebnosti je omejena oziroma se konča tudi v primeru privolitve 
posameznika. Posameznik namreč ni upravičen do varstva, če je privolil v objavo dejstev 
ali podatkov iz svojega zasebnega življenja (po Lampetu, 2004, str. 65-66). 
2.3.2 TREND ODREKANJA PRAVICI DO ZASEBNOSTI 
Z razvojem informacijske tehnologije je vsak podatek dostopen le en klik stran, dejstvo pa 
je, da ljudje klikamo pogosto in nemalokrat nepremišljeno. S kliki ne dobimo le dostopa 
do osebnih podatkov4 drugih, temveč tudi sami puščamo »sledi« do naših osebnih 
podatkov. Od tu pa do zlorabe le-teh pa pot ni niti dolga niti težavna.  
»Informacije o socialnih, nakupovalnih in drugih navadah uporabnikov postajajo 
neprecenljiv vir za oblikovanje tržnih prijemov. Podatki, ki jih podjetja zbirajo o 
uporabnikih njihovih spletnih storitev, so postali zanimivo tržno blago. Zaradi tega, včasih 
pa tudi zgolj zaradi medsebojne povezanosti in potreb nemotenega delovanja storitev, 
podjetja osebne podatke svojih uporabnikov posredujejo ali celo prodajo drugim 
podjetjem. Pred našimi očmi se brez naše vednosti in brez kakršnegakoli nadzora odvija 
trgovanje z našimi osebnimi podatki« (Caf, 2008).  
»Potvarjanje resničnosti in ustvarjanje lažnih svetov je za uporabnike sodobnih tehnologij 
postala privlačna igra, v kateri so izgubili občutek za zasebnost in se ji celo prostovoljno 
odrekajo. Mnogi so celo prepričani, da zahteva po zasebnosti ovira tehnološki napredek in 
omejuje uporabo storitev. Takšno stališče zagovarjajo tudi korporacije, ki jih predpisi o 
varstvu zasebnosti omejujejo pri nemotenemu in nenadzorovanemu brkljanju po osebnih 
podatkih potrošnikov. Odrekanje zasebnosti med mladimi je postala družbena norma. 
Enako velja za nastopajoče v resničnostnih showih. Tisti, ki se pravici do zasebnosti ne 
morejo ali ne želijo odreči, jih družba ali pa gledalci preprosto izločijo« (Caf, 2008). 
Odrekanje pravici do zasebnosti dolgoročno lahko prinese katastrofalne posledice. Pravica 
do varstva zasebnosti je namreč temeljna človekova pravica, ki predstavlja eno največjih 
pridobitev sodobne civilizacije in nam je zagotovljena v hierarhično najvišjih pravnih 
                                                 
4 Osebni podatek je katerikoli podatek, ki se nanaša na posameznika (določeno ali določljivo fizično osebo, na 
katero se osebni podatek nanaša), ne glede na obliko, v kateri je izražen (6. člen ZVOP-1); osebni podatek 
predstavlja del pojma zasebnost. 
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aktih5. Kot taka predstavlja temelj svobode posameznika. Zato je toliko bolj presenetljivo, 
da se uporabniki sodobne tehnologije in medijev tej pravici sami, prostovoljno odrekajo. 
Zagotovo se ne zavedajo daljnosežnih posledic svojega ravnanja (po Cafu, 2008). 
2.3.3 EVROPSKI IN AMERIŠKI STANDARDI ZAŠČITE PRAVICE DO ZASEBNOSTI 
Zaradi različne zgodovine se evropski in ameriški standardi zaščite pravice do varstva 
zasebnosti precej razlikujejo med seboj. Spomnimo se na drugo svetovno vojno, ko so 
bile v Evropi evidence podatkov o nacionalnih skupinah zlorabljene za množične poboje 
Judov, Slovanov in Romov. Obudimo spomin tudi na komunistični režim, ki je v vzhodni 
Evropi terjal preganjanje vseh nasprotnikov tega režima. V zgoraj naštetih primerih so bile 
baze podatkov uporabljene v zle namene (po Kuhljevi, 2010, str. 380). 
ZDA niso imele takšnih negativnih izkušenj z varstvom osebnih podatkov, kar je ključnega 
pomena pri njihovem drugačnem odnosu do obdelave osebnih podatkov. Evropejci so 
namreč takoj po drugi svetovni vojni sprejeli Evropsko konvencijo o človekovih pravicah in 
temeljnih svoboščinah in v njenem 8. členu zaščitili pravico do zasebnosti (po Kuhljevi, 
2010, str. 380). 
Ameriško zasebno pravo varuje svobodo6, evropsko pa dostojanstvo. Natančneje lahko 
rečemo, da gre v ZDA za zavarovanje svobode posameznika pred državnimi posegi, v 
Evropi pa za zavarovanje posameznikovega ugleda pred tržnimi in medijskimi posegi (po 
Kuhljevi, 2010, str. 380).  
Dejstvo je, da je ameriški koncept »komunikacijske zasebnosti«7 delavcev bistveno ožji od 
evropskega (glej Selinšek, 2010). Leta 1974 je generalni sekretar OZN v poročilu 
Človekove pravice in znanstveni in tehnološki razvoj – Uporaba elektronike, ki lahko vpliva 
na pravice oseb, in omejitve, ki bi morale biti podane demokratični družbi pri takih 
uporabah, priporočil tri načela, ki bi jih morala vsebovati zakonodaja s področja varovanja 
informacijske zasebnosti (po Kovačiču 2003, str. 36): 
 Načelo relevantnosti (o posamezniku se zbirajo samo za dosego namena zbiranja 
pomembni podatki), 
 Načelo notifikacije (posameznik mora biti predhodno obveščen, kateri podatki se o 
njem zbirajo, shranjujejo in obdelujejo), 




                                                 
5 V Sloveniji nam je ta pravica zagotovljena s 35. členom Ustave Republike Slovenije. 
6 Ta zajema tudi zasebnost oziroma »pravico, da nas pustijo same« (ang. right to be left alone). 
7 Pri razumevanju koncepta zasebnosti na socialnih omrežjih sta pomembni predvsem komunikacijska in 
informacijska zasebnost. 
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3 PRAVNA UREDITEV ZASEBNOSTI 
 
Skoraj vsaka obstoječa država v svoji ustavi priznava pravico do zasebnosti. Nekatere 
države jo ščitijo bolj skromno (nedotakljivost stanovanja in tajnost komunikacij), vedno 
več držav pa to pravico razširja tudi na dostop in obravnavo osebnih podatkov 
posameznikov. Temelje varovanja zasebnosti v sodobnem času je postavila Splošna 
deklaracija človekovih pravic iz leta 1948. Prvi zakon o varstvu osebnih podatkov je leta 
1970 sprejela Zvezna republika Nemčija, tej pa so sledile Švedska (1973), ZDA (1977) in 
Francija (1978). V Sloveniji je bil tak zakon sprejet leta 2004 (po Kovačiču, 2003, str. 36).  
V tem diplomskem delu nas zanima pravna ureditev zasebnosti na svetovni ravni, saj bo 
srž naše razprave zagotavljanje pravice do zasebnosti na Facebooku, socialnem omrežju, 
ki je postalo del življenja ljudi s celega sveta. 
3.1 MEDNARODNE POGODBE 
 
Mednarodne pogodbe so dogovori med dvema ali več državami v mednarodnem pravu. 
Da pogodba v posamezni državi postane obvezujoča, jo mora pristojni državni organ 
sprva ratificirati. 
 
3.1.1 SPLOŠNA DEKLARACIJA O ČLOVEKOVIH PRAVICAH IN MEDNARODNI 
PAKT O DRŽAVLJANSKIH IN POLITIČNIH PRAVICAH 
 
3.1.1.1 Splošna deklaracija o človekovih pravicah 
 
Eden izmed najpomembnejših dokumentov, ki predstavljajo mednarodno pravno osnovo 
in okvir varstva pravice do zasebnosti, je Splošna deklaracija o človekovih pravicah, ki jo 
je Generalna skupščina združenih narodov sprejela in razglasila 10. decembra 1948 (po 
Veseliču v: Vukelič, 2007, str. 23). 
 
Temelj varovanja pravice do zasebnosti predstavlja 12. člen deklaracije (SDČP, 12. člen): 
 
»Nikogar se ne sme nadlegovati s samovoljnim vmešavanjem v njegovo zasebno življenje, 
v njegovo družino, v njegovo stanovanje ali njegovo dopisovanje in tudi ne z napadi na 
njegovo čast in ugled. Vsakdo ima pravico do zakonskega varstva pred takšnim 
vmešavanjem ali takšnimi napadi.« 
 
3.1.1.2 Mednarodni pakt o državljanskih in političnih pravicah 
 
Splošna deklaracija o človekovih pravicah sloni na naravnopravnih izhodiščih, zato je 
Generalna skupščina OZN leta 1966 sprejela konkretnejši pravni akt, in sicer Mednarodni 
pakt o državljanskih in političnih pravicah. V preambuli tega pakta je napisano, da izvirajo 
vse pravice, ki so vključene vanj, iz dostojanstva, ki je prirojeno človekovi osebnosti. 
Države podpisnice so se zavezale spoštovati pravice iz listine, med njimi tudi pravico do 
zasebnosti 17. člena (po Lampetu, 2004, str. 46): 
 
1. »Nikomur se ne sme samovoljno in nezakonito vmešavati v zasebno življenje, v 




2. »Vsakdo ima pravico do zakonskega varstva pred takim vmešavanjem ali pred 
takimi napadi.« 
 
Glede na samo besedilo obeh členov, lahko ugotovimo, da je bil 12. člen SDČP preprosto 
prevzet v 17. člen Mednarodnega pakta o državljanskih in političnih pravicah, ki 
predstavlja ius cogens8 mednarodnega prava in vzpostavlja instrumentarij varstva 
človekovih pravic ter z njim tudi pravice do zasebnosti na mednarodno pravnem nivoju 
(po  Lampetu, 2004, str. 46). 
 
3.1.2 EVROPSKA KONVENCIJA O VARSTVU ČLOVEKOVIH PRAVIC IN 
TEMELJNIH SVOBOŠČIN 
 
»Trenutno najbolj učinkovit mednarodnopravni instrumentarij varstva človekovih pravic 
napram državni oblasti predstavlja Evropska konvencija o varstvu človekovih pravic in 
temeljnih svoboščin (v nadaljevanju EKČP), ki jo je leta 1950 sprejel Svet Evrope. Po 
vsebini se nanaša na Splošno deklaracijo o človekovih pravicah.« (Vukelič, 2007, str. 24) 
Za področje zasebnosti je najbolj relevantno določilo 8. člena EKČP, ki zahteva od državne 
oblasti varovanje pravice do zasebnosti tako pred neposrednimi vplivi njenih organov kot 
zahteva, da s svojimi zakonodajnimi instrumenti zagotovi učinkovit sistem varstva tudi 
med podjetji in posamezniki. Konvencija določa, da morajo biti osebni podatki pridobljeni 
in obdelani zakonito in pošteno, da morajo biti shranjeni le za določene in zakonite 
namene ter da mora biti vsakomur omogočen dostop do avtomatske zbirke podatkov (glej 
Lampe et.al., 2006). 
8. člen konvencije določa (EKČP, 8. člen): 
 
»Vsakdo ima pravico do spoštovanja svojega zasebnega in družinskega življenja, svojega 
doma in dopisovanja. 
 
Javna oblast se ne sme vmešavati v izvrševanje te pravice, razen če je to določeno z 
zakonom in nujno v demokratični družbi zaradi državne varnosti, javne varnosti ali 
ekonomske blaginje države, zato, da se prepreči nered ali zločin, da se zavaruje zdravje 
ali morala ali da se zavarujejo pravice in svoboščine drugih ljudi.«  
 
»Ideja, da posameznika kot subjekt mednarodnega prava proti državni oblasti varuje 
mednarodnopravni dokument in učinkovit instrumentarij na podlagi tega dokumenta, je v 
luči pravice do zasebnosti postal realnost konec 70-ih let, dokončno pa s sprejetjem 11. 
Protokola k EKČP in ustanovitvijo Evropskega sodišča za človekove pravice.« (Lampe, 
2007, str. 46) Na podlagi prakse Evropskega sodišča za človekove pravice pa se oblikuje 
Evropski model zasebnosti (glej Selinšek, 2010). 
 
3.1.3 KONVENCIJA SVETA EVROPE O VARSTVU POSAMEZNIKOV GLEDE NA 
AVTOMATSKO OBDELAVO PODATKOV  
 
Konvencija, sprejeta leta 1981 v Strasbourgu na pobudo Parlamentarne Skupščine Sveta 
Evrope, je bila sprejeta zaradi spoznanja, da je treba spoštovati temeljna načela 
zasebnosti in zagotoviti svoboden pretok informacij med narodi.  
 
                                                 
8 Ius cogens ali kogentne določbe so tiste določbe, ki stranke vežejo tako močno, da jih tudi sporazumno ne 
morejo spremeniti. 
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V 1. členu te konvencije je opredeljen njen namen, ki je zagotovitev na ozemlju vsake 
pogodbenice vsakemu posamezniku, ne glede na državljanstvo in prebivališče, 
spoštovanje njegovih pravic in temeljnih svoboščin in v tem okviru še posebej spoštovanje 
pravice do zasebnosti glede na avtomatsko obdelavo osebnih podatkov, ki se nanašajo  
nanj. Poenostavljeno bi lahko rekli, da je dotična konvencija namenjena zaščiti podatkov. 
 
Vzrok za sprejem te konvencije tiči v dejstvu, da igrajo sodobne tehnologje vedno večjo 
vlogo pri obdelavi podatkov in zaradi potrebe po poenotenju standardov varovanja med 
državami ter problema določitve krajevne pristojnosti med državami, ki si te podatke med 
seboj izmenjujejo (glej Council of Europe, 2011).  
 
3.2 ZAKONODAJA EVROPSKE UNIJE 
 
Evropska unija je osnovana na načelih spoštovanja človekovih pravic, kar je razvidno iz 
pogodb, ki so temelj EU. 
 
3.2.1 MAASTRICHTSKA POGODBA 
 
V Maastrichtski pogodbi oziroma Pogodbi o Evropski uniji, sprejeti leta 1992, je zapisano, 
katera načela in pravice bo ta skupnost spoštovala in po njih delovala. Podpisniki pogodbe 
so se že v preambuli le-te potrdili svojo zavezanost načelom svobode, demokracije, in 
spoštovanja človekovih pravic in temeljnih svoboščin.  
 
2. odstavek F člena Maastrichtske pogodbe določa, da Unija spoštuje temeljne pravice, 
kakršne zagotavlja Evropska konvencija o varstvu človekovih pravic in temeljnih svoboščin 
in ki kot splošna pravna načela izhajajo iz skupnih ustavnih tradicij držav članic. 
 
3.2.2 POGODBA O USTAVI ZA EVROPO 
 
Pravica do varstva zasebnosti, kot ena izmed človekovih pravic, je zapisana tudi v Pogodbi 
o ustavi za Evropo. V členih, ki govorita o pravici do zasebnosti, je le-ta razumljena kot 
spoštovanje osebnega in družinskega življenja in varovanje osebnih podatkov. 
 
 Člen II/67 
 
»Vsakdo ima pravico do spoštovanja svojega zasebnega in družinskega življenja, 
stanovanja ter komunikacij. » 
 
 Člen II/68 
 
(1) »Vsakdo ima pravico do varstva osebnih podatkov, ki se nanašajo nanj.« 
(2) »Osebni podatki se morajo obdelovati pošteno, za določene namene in na podlagi 
privolitve prizadete osebe ali na drugi legitimni podlagi, določeni z zakonom. 
Vsakdo ima pravico dostopa do podatkov, zbranih o njem, in pravico zahtevati, da 
se ti podatki popravijo.« 
(3) »Spoštovanje teh pravil nadzira neodvisen organ.« 
 
Evropska konvencija o človekovih pravicah je določila enotne standarde o zasebnosti 
komunikacij na evropski ravni, še bolj pa sta jih konkretizirali predvsem naslednji dve 
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direktivi9 EU: leta 1995 sprejeta Direktiva o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov ter leta 2002 sprejeta Direktiva o 
zasebnosti in elektronskih komunikacijah 2002/58/EC . 
 
3.2.1 DIREKTIVA 95/46/ES EVROPSKEGA PARLAMENTA IN SVETA O VARSTVU 
POSAMEZNIKOV PRI OBDELAVI OSEBNIH PODATKOV IN O PROSTEM PRETOKU 
TAKIH PODATKOV 
 
Načela varstva pravic in svoboščin posameznikov, omenjena v Konvenciji Sveta Evrope o 
avtomatski obdelavi osebnih podatkov, so podrobneje razložena in razširjena v Direktivi 
95/46/ES Evropskega parlamenta in Sveta  o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov (v nadaljevanju Direktiva 95/46/ES). 
 
Ta direktiva zajema avtomatsko in ročno obdelavo osebnih podatkov10. Opredeljuje pojme 
osebni podatek, obdelava osebnih podatkov11, zbirka osebnih podatkov12, upravljalec, 
obdelovalec, tretja stranka, prejemnik in privolitev posameznika, na katerega se nanašajo 
osebni podatki. Vsakršen prenos osebnih podatkov v tretje države mora biti opravljen v 
skladu s predpisi te direktive. 
 
V 1. odstavku 8. člena je določeno, da »države članice prepovejo obdelavo osebnih 
podatkov, ki kažejo na rasni ali etnični izvor, politična mnenja, verska ali filozofska 
prepričanja, pripadnost sindikatu, in obdelavo podatkov v zvezi z zdravjem ali spolnim 
življenjem«. V 2. odstavku 8. člena so naštete izjeme, pri katerih to pravilo ne pride v 
poštev. V a točki je tako omenjeno, da »se 1. odstavek ne uporablja, kadar je 
posameznik, na katerega se podatki nanašajo, dal svoj izrecno privolitev za obdelavo teh 
podatkov...« V e točki je opredeljena izjema od uporabe 1. odstavka, ko »se obdelava 
nanaša na podatke, ki jih posameznik, na katerega se nanašajo, javno objavi...« 
 
V c točki , tretje alineje 10. člena je določeno, da »ima posameznik pravico do dostopa in 
pravico do popravka podatkov, ki se nanašajo nanj.« 
 
V b točki 14. člena je zapisano, da države članice priznavajo posamezniku, na katerega se 
osebni podatki nanašajo, pravico, »da na zahtevo in brezplačno ugovarja obdelavi osebnih 
podatkov, ki se nanašajo nanj, glede katerih upravljavec pričakuje obdelavo zaradi 
neposrednega trženja, ali da je obveščen, preden se osebni podatki prvič posredujejo 
tretjim strankam ali se uporabijo v njihovem imenu zaradi neposrednega trženja, in da je 
izrecno opozorjen na pravico, da brezplačno ugovarja takemu posredovanju ali uporabi.« 
                                                 
9 Direktive (angl. Directives) zavezujejo države članice glede končnega rezultata, ki pa ga lahko dosežejo s 
prosto izbiro metod in instrumenov in jih na sebi všečen način vključijo v svojo zakonodajo do roka, ki ga 
direktiva določa. 
10 "osebni podatek" pomeni katero koli informacijo, ki se nanaša na določeno ali določljivo fizično osebo 
("posameznik, na katerega se nanašajo osebni podatki"); določljiva oseba je tista, ki se lahko neposredno ali 
posredno identificira, predvsem s sklicevanjem na identifikacijsko številko ali na enega ali več dejavnikov, ki so 
značilni za njeno fizično, fiziološko, duševno, ekonomsko, kulturno ali socialno identiteto« (Direktiva 58/46/ES, 
2. člen, odstavek (a) ). 
11 "obdelava osebnih podatkov" ("obdelava") pomeni kakršen koli postopek ali niz postopkov, ki se izvajajo v 
zvezi z osebnimi podatki z avtomatskimi sredstvi ali brez njih, kakršno je zbiranje, beleženje, urejanje, 
shranjevanje, prilagajanje ali predelava, iskanje, posvetovanje, uporaba, posredovanje s prenosom, širjenje ali 
drugo razpolaganje, prilagajanje ali kombiniranje, blokiranje, izbris ali uničenje« (Direktiva 58/46/ES, 2. člen, 
odstavek (b) ). 
12 "zbirka osebnih podatkov" ("zbirka") pomeni vsak strukturiran niz osebnih podatkov, ki je dostopen v skladu 
s posebnimi merili, bodisi da je centraliziran, decentraliziran ali razpršen na funkcionalni ali geografski 




V 1. točki 17. člena je varnost obdelave določena na sledeč način: »Države članice 
določijo, da mora upravljavec izvajati ustrezne tehnične in organizacijske ukrepe za 
zavarovanje osebnih podatkov pred slučajnim ali nezakonitim uničenjem ali slučajno 
izgubo, predelavo, nepooblaščenim posredovanjem ali dostopom, predvsem kadar 
obdelava vključuje prenos podatkov po omrežju, ter proti vsem drugim nezakonitim 
oblikam obdelave.« 
V 28. členu je določeno, da se mora v vsaki od držav EU vzpostaviti neodvisni organ13, ki 
bo spremljal zbiranje in obdelovanje osebnih podatkov. Na podlagi 29. člena je nastala 
Delovna skupina za varstvo podatkov, ki ima svetovalni status in deluje samostojno. 30. 
člen v svoji a točki določa, da naj Delovna skupina za varstvo podatkov » preučuje vsa 
vprašanja, ki zajemajo uporabo nacionalnih predpisov, sprejetih na podlagi te direktive, 
da bi prispevala k njihovi enotni uporabi«. Med drugim je izdala Mnenje 5/2009 o 
spletnem socialnem mreženju, na katerega se bom pozneje sklicevala. 
3.2.2 DIREKTIVA 2002/58/ES EVROPSKEGA PARLAMENTA IN SVETA O 
OBDELAVI OSEBNIH PODATKOV IN VARSTVA ZASEBNOSTI NA PODROČJU 
ELEKTRONSKIH KOMUNIKACIJ (DIREKTIVA O ZASEBNOSTI IN ELEKTRONSKIH 
KOMUNIKACIJAH) 
 
Na podlagi Direktive 95/46/ES, ki govori o obdelavi osebnih podatkov nasploh, je nastala 
Direktiva 2002/58/ES, kjer je obravnavana obdelava osebnih podatkov na področju 
elektronskih komunikacij. Cilj te direktive je z dopolnitvijo Direktive 95/46/ES obvarovati 
temeljne pravice fizičnih oseb, predvsem njihove pravice do zasebnosti in zakonite 
interese pravnih oseb. 
 
                                                 
13 Ta neodvisni organ se najpogosteje imenuje Informacijski pooblaščenec. Informacijski pooblaščenec je 
neodvisen državni organ, ki ima pod svojim okriljem zagotavljanje pravice do varstva zasebnosti in pravice do 
varstva informacij javnega značaja (točen naziv in natančnejše funkcije variirajo od države do države). 
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4 SOCIALNA OMREŽJA 
 
 
Na začetku tega poglavja bom podala več definciji pojma socialno omrežje. Predstavila 
bom pomen socialnih omrežij in s tem skušala dokazati, da je dandanes brez uporabe 
socialnih omrežij praktično nemogoče normalno funkcionirati. Socialna omrežja ponujajo 
ogromno možnosti uporabe, zato bom predstavila nekaj aktivnosti, ki se jih kot uporabniki 
socialnih omrežij lahko poslužimo. Nadalje bom omenila glavne prednosti in slabosti 
socialnih omrežij. Na podlagi le-teh bom skušala razložiti, zakaj moramo biti pri uporabi 
socialnih omrežij previdni in kritični. 
 
Po mnenju italijanskega Informacijskega pooblaščenca so socialna omrežja »virtualne 
tržnice«, prostor kjer preko interneta srečujemo ljudi in z njimi delimo slike, video 
posnetke, svoje misli in še mnogo več. Socialna omrežja so forum, kjer lahko delimo 
različne vsebine z drugimi ljudmi in nam kot taka zagotavljajo unikaten način 
komuniciranja, vendar ustvarjajo številna tveganja v povezavi z varstvom naše zasebnosti 
(po Pizzeti et al., 2009, str. 5). 
 
Po mnenju Delovne skupine za varstvo zasebnosti, ustanovljene na podlagi 29. člena 
Direktive 95/64/ES, so socialna omrežja spletne komunikacijske platforme, ki 
posameznikom omogočajo vključevanje in ustvarjanje omrežij podobno mislečih 
uporabnikov. Za vsa socialna omrežja je značilno (po Delovni skupini za varstvo podatkov 
iz člena 29, 2009, str. 4-5): 
 
 uporabniki so pozvani, da objavljajo svoje osebne podatke z namenom nastanka 
svojega opisa oziroma »profila«14 
 zagotavljajo orodja, ki uporabnikom omogočajo objavljanje lastnega gradiva15 
 »socialno mreženje« oziroma možnost komuniciranja in povezovanja z našimi stiki 
na tem omrežju. 
 
Dokler so družabna omrežja zaprte narave, nihče izven tega omrežja ne ve, kakšne 
informacije si člani omrežja izmenjujejo. Ko pa gre za socialna omrežja, zgodba dobi 
drugačen epilog. Ponudniki storitev socialnih omrežij beležijo in shranjujejo vse 
informacije, ki si jih uporabniki medsebojno izmenjujejo. Še več, te informacije lahko 
tržijo, saj so zelo dragocene in iskane. Če pogledamo resnici v oči – dandanes skorajda 
nič ni zastonj. Kdo pa bi hotel zastonj vzdrževati socialna omrežja? Ali gledano z drugega 
zornega kota – kdo pa bi hotel plačevati za uporabo socialnih omrežij? Prihodki torej od 
nekje morajo priti, in to ne iz žepa uporabnikov (po Kodelji, 2010, str. 12). Storitve 
socialnih mrež omogočajo enormne prihodke z oglaševanjem, ponujenim skupaj s 
spletnimi stranmi, ki jih uporabniki vzpostavijo in do katerih lahko tudi dostopajo. 
Uporabniki, ki v svojih profilih razkrivajo veliko osebnih podatkov, ustvarjajo bogat trg za 
oglaševalce, ki se na podlagi dobljenih informacij poslužujejo usmerjenega oglaševanja. 
Zaradi navedenih dejstev je izrednega pomena, da se v okviru storitev socialnih mrež ne 
pozabi na človekove pravice in s tem zadosti pričakovanjem uporabnikov po ravnanju z 
osebnimi podatki, ki jih posredujejo, v skladu z evropsko in nacionalno zakonodajo s 
področja zasebnosti (po Delovni skupini za varstvo podatkov iz člena 29, 2009, str. 5). 
 
                                                 
14 Profil na socialnem omrežju je najpomembnejša vstopna točka za uporabnike spletnih omrežij (po Maver et 
al., 2010, str. 5) Profil je torej naša predstavitvena stran na tem omrežju in je v celoti vidna zgolj našim 
izbrancem. 
15 Kot lastne vsebine štejejo slike, video posnetki, objave, komentarji, misli ipd. 
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Socialna omrežja postajajo tudi poslovno orodje in medij marketinških gverilskih akcij. 
Nekatera podjetja so že ugotovila dodano vrednost uporabe Facebooka svojih zaposlenih. 
Ti se povezujejo s čim večjim številom ljudi in postajao člani mnogoterih skupin in 
oboževalci številnih skupin. In to vse zato, da promovirajo svoje podjetje (po Kodelji, 
2010, str. 13). 
 
Po včlanitvi v enega izmed teh omrežij, so uporabniki pozvani, da ustvarijo svoj profil, ki 
bo služil namenom njihove digitalne predstavitve. Z uporabo slik, video in avdio 
posnetkov, povezav, kvizov in anket ustvarijo profil, ki kaže, kako vidijo sami sebe. 
Uporabniki lahko označijo druge uporabnike kot svoje »prijatelje«16. Če se drug uporabnik 
strinja s ponujenim prijateljstvom, je to vidno na profilu obeh prijateljev, natančneje na 
njunem »seznamu prijateljev« (po Boyd, 2007, str. 2). 
 
Danah Boyd socialna omrežja uvršča med »medijsko posredovano javnost17«18. 
Neposredovano javnost predstavljajo npr. parki, nakupovalni centri in šole. Za medijsko 
posredovano javnost so značilne štiri karakteristike, ki jo razlikujejo od neposredovane (po 
Boyd, 2007, str. 2): 
 
 Trajnost zapisov – kar si objavil več let nazaj, je še vedno vidno, 
 Možnost iskanja – kdorkoli lahko vtipka tvoje ime in najde tvoj profil, 
 Prenosljivost – tvoje objave se lahko kopira, distribuira in za to morda ne boš 
nikoli izvedel, 
 Nevidno občinstvo19 – zaradi trajnosti zapisov, možnosti iskanja in prenosljivosti 
ne moremo vedeti, kdo vse bo prebral naše izjave. 
 
Ker imamo pri uporabi socialnih omrežjih dejansko opravka z medijsko posredovano 
javnostjo, postaja pomembnost spoštovanja pravice do zasebnosti še večja kot sicer. 
 
4.1 POMEN SOCIALNIH OMREŽIJ 
 
Dandanes je tempo življenja izredno hiter, dostikrat nam zmanjkuje časa za pogosta 
srečanja s prijatelji, sorodniki, kaj šele za spoznavanje novih oseb. Zjutraj vstanemo, se 
odpravimo v službo ali na fakulteto, kjer prebijemo večino dneva. Popoldan se vrnemo 
domov, pojemo kosilo, pospravimo, in se, v kolikor nam čas to dopušča, posvetimo 
kakšnemu hobiju. Zvečer, izmučeni kot smo, nimamo kaj več energije kot za ogled 
kakšnega filma ali če smo vsaj malce kulturni, za kakšno urico branja dobre knjige. 
Seveda ne smemo pozabiti na kakšen izlet ob vikendih in na občasna srečanja z nam 
dragimi ljudmi. Tega časa je pogosto premalo. V času mobilne telefonije in interneta 
preprečujemo, da bi izgubili stike z ljudmi, na ta način, da jih pokličemo, pošljemo 
                                                 
16 V svetu Facebooka je definicija prijateljstva drugačna kot v resničnem življenju. Prijateljstvo torej ne 
predstavlja nujno tesne povezave med dvema človekoma (glej Boyd, 2007, str. 2). Na Facebooku dva 
uporabnika postaneta prijatelja, v kolikor se oba strinjata, da se poznata in da imata nekaj skupnega. Prijatelj 
na Facebooku je lahko zgolj naš znanec, bivši sošolec, učitelj ali nekdo, ki smo ga videli na enem samem 
dogodku (glej Vander Veer, 2010, str. 44). Zanimiv pogled na različne kategorije prijateljstva na Facebooku 
ima moja prijateljica, ki znancem za rojstni dan vošči preko Facebooka, prijateljem in sorodnikom pa osebno 
ali vsaj po telefonu.  
17 Javnost v tem kontekstu razumemo kot določeno področje (javno sfero) družbenega delovanja – kot 
prostor (glej Splichal, 1997, str.22). Novi mediji oblikujejo novo vrsto javnosti, ki ne zahteva prisotnosti 
posameznikov v istem prostoru (glej Thomson v Splichal: 1997, str. 342). 
18 Medijsko posredovana javnost (ang. mediated publics) je okolje, v katerem se ljudje javno združujejo s 
pomočjo uporabe sodobne tehnologije (telefon, televizija, radio, internet). 
19 V neposredovani javnosti skorajda vedno vemo, kdo posluša naš pogovor in četudi ga prenese naprej, ne 
bo imel enake teže, saj se bo s prenosom večina besedila zaradi šumov izgubila ali popačila. 
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sporočilo ali klepetamo z njimi po Skypu. Še bolj enostavno pa je, da se vpišemo na 
Facebook ali kakšno drugo socialno omrežje, ter na hitro pregledamo, kaj je novega z 
našimi prijatelji, komentiramo njihovo fotografijo z dopusta, objavimo kaj na njihov »Zid« 
(ang. »Wall«) ali kliknemo na tiste, ki so na liniji istočasno kot mi in si z njimi izmenjamo 
par besed ter se dogovorimo za kavico.  
 
Socialna omrežja spreminjajo način uporabe interneta ter komuniciranja med ljudmi (po 
Childnet International, 2008, str. 5). 
 
Ne smemo pozabiti na spreminjajoče trende družbe. Prepoznavnosti in pozornosti ne 
iščejo več samo politiki, igralci, glasbeniki in drugi ljudje iz sveta zabavne industrije. Tudi 
navadni smrtniki, še posebej mladi, želijo biti videni, opaženi in seveda želijo tudi sami 
opazovati druge. In prav to jim omogočajo socialna omrežja (po Tufekci, 2008, str. 22). 
 
Nihče ni prisiljen, da se vključi v socialno omrežje, niti ni prisiljen, temveč mu je zgolj 
priporočeno, da razkriva svoje osebne podatke, kot so datum rojstva, telefonska številka 
ter naslov stalnega bivališča. Ravno zaradi tega se ne moremo načuditi, koliko ljudi 
povsem prostovoljno razkriva najbolj osebne podrobnosti o svojem življenju. Veliko vlogo 
pri tem igrajo kulturni trendi, zaupanje in občutek domačnosti z digitalno tehnologijo  (po 
Acquisti in Gross, 2006, str. 1). 
 
4.1.1 AKTIVNOSTI NA SOCIALNIH OMREŽJIH  
 
Na socialnih omrežjih20 se uporabniki najpogosteje poslužujejo naslednjih aktivnosti (po 
Childnet International, 2008, str. 8): 
 
• Povezovanje v obstoječa omrežja in navezovanje stikov oziroma tako imenovanih 
prijateljstev21 z drugimi uporabniki, 
• Spletna predstavitev samega sebe, 
• Pregledovanje vsebine in iskanje informacij22, 
• Ustvarjanje in posodabljanje profila23, 
• Objavljanje lastnih gradiv, 
• Dodajanje in deljenje vsebin tretjih oseb24, 
• Objavljanje zasebnih in javnih sporočil25, 
• Sodelovanje z drugimi osebami. 
 
                                                 
20 Za socialno omrežje Facebook je značilno, da se uporabniki ne poslužujejo nujno mreženja (ang. 
networkinga) oziroma navezovanja stikov z neznanci; temveč se predvsem povezujejo z ljudmi, ki so del 
njihovega razširjenega socialnega omrežja, torej z ljudmi, ki jih na takšen ali drugačen način poznajo (po 
Childnet International, 2008, str. 8). 
21 Tako kot nekateri ljudje zbirajo znamke, prtičke in igrače, nekateri uporabniki zbirajo število stikov na 
socialnem omrežju, saj naj bi to povečalo stopnjo njihove popularnosti (po Childnet International, 2008, str. 
8). 
22 Pregledujemo lahko slike, video gradiva, youtube povezave, ki jih drugi objavijo. Poleg tega lahko izvemo za 
mnogo aktualnih dogodkov, ki se jih lahko udeležimo ter organizacij, ki se jim lahko pridružimo (glej Childnet 
International, 2008, str. 8). 
23 Profil ni samo spisek informacij o lastniku profila, temveč uporabnikom omogoča, da razvijajo in 
predstavljajo podobo samega sebe. S tem ustvarjajjo svojo spletno identiteto (po Childnet International, 
2008, str. 8). 
24 Na primer posnetke z Youtuba (po Childnet International, 2008, str. 8). 
25 Na Facebooku lahko sporočilo pošljemo samo eni osebi ali večim osebam v njihov »inbox«. Sporočilo lahko 
objavimo tudi na svojem ali prijateljevem »Zidu« (ang »Wall«). To objavo lahko glede na naše preference 
vidita samo pošiljatelj in prejemnik, lahko samo določene osebe, lahko vsi skupni prijatelji, lahko pa vsi skupni 
prijatelji, razen določenih oseb.  
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4.1.2 PREDNOSTI SOCIALNIH OMREŽIJ 
 
Nekatere izmed prednosti socialnih omrežij za njihove uporabnike so (po ENISA, 
2007, str. 6): 
 
 občutek povezanosti in intimnosti v resničnih ali zgolj spletnih skupnostih; 
 možnost kontrole dostopa do našega profila ostalim uporabnikom; 
 možnost sodelovanja, povezovanja, izobraževanja, deljenja izkušenj; 
 brezplačna uporaba. 
  
Socialna omrežja nam torej olajšujejo ohranjanje in omogočajo navezovanje novih ali 
obujanje že davno izgubljenih stikov. Na žalost pa pogosto niso zgolj nek dodatek osebnih 
stikov, ampak postajajo njihov nadomestek. Tu prečkamo mejo in slabe lastnosti socialnih 
omrežij pretehtajojo dobre, postanemo zasvojeni z njimi in zaradi številnih ur dnevno 
preživetih na internetu, izgubljamo dragoceni čas, ko bi se lahko dejansko srečali s 
prijatelji ali se odpravili v naravo. Seveda je udobneje ostati doma in klepetati z ljudmi 
preko svetovnega spleta, toda kvaliteta takšnega načina ohranjanja stikov je neprimerljivo 
nižja  od srečevanja v živo. Smešno se mi zdi predvsem mnenje mnogih ljudi, da se, kar 
ni obljavljeno na Facebooku, preprosto ni zgodilo. Če torej prekinemo romantično zvezo s 
svojim fantom in tega ne objavimo na Facebooku, smo uradno še vedno v zvezi. Če osebi 
ne čestitamo za rojstni dan preko Facebooku, mu nismo čestitali. Vsaj tako menijo ljudje. 
Oni namreč ne vedo, da smo mu čestitali že osebno ali po telefonu. Tu bi torej poudarila, 
da je tako kot pri vseh drugih rečeh, treba biti zmeren tudi pri uporabi socialnih omrežij.  
 
4.1.3 SLABOSTI SOCIALNIH OMREŽIJ 
 
Poleg prednosti socialna omrežja prinašajo tudi slabosti oziroma tveganja (glej 
International Working Group on Data Protection in Telecommunication, 2008, str. 2-4): 
 
1. Trajnost podatkov objavljenih na internetu (podatki, ki so objavljeni na spletnem 
omrežju, lahko tam ostanejo za vedno; četudi jih s strani, na katero smo jih 
objavili, izbrišemo, obstaja možnost, da jih je kdo kopiral, shranil in posredoval 
naprej); 
 
2. Napačno razumevanje »skupnosti« (veliko  ponudnikov storitev socialnih mrež trdi, 
da komuniciranje preko spletnih omrežij nadomešča komuniciranje »iz oči v oči«; 
to ne drži, saj že pojem prijateljstva v resničnem svetu ni enak pojmu prijateljstva 
na teh omrežjih, potemtakem tem ljudem ni pametno zaupati takšno količino 
informacij, kot jih zaupamo resničnim prijateljem; skupnost je precej večja, kot si 
morda mislimo, še posebej, če naš profil poleg »prijateljev« vidijo tudi »prijatelji 
prijateljev«; že ime enega izmed omrežij »MySpace« daje lažen občutek intimne in 
zaupanja vredne skupnosti); 
 
3. Zastonj uporaba, ni nujno zastonj (uporabniki za storitve socialnih omrežij 
pravzaprav »plačujemo« s sekundarno uporabo svojih osebnih podatkov npr. za 
namene neposrednega marketinga); 
 
4. Zbiranje prometnih podatkov s strani ponudnikov spletnih omrežij (ponudniki 
socialnih omrežij imajo vso tehnično podporo in možnosti za spremljanje vsakega 
koraka svojih uporabnikov; beležijo lahko IP naslove in jih delijo s ponudniki 




5. Naraščajoča potreba po reinvestiranju v storitve in težnja po višjem profitu lahko 
spodbudi zbiranje, obdelovanje in uporabo podatkov o uporabnikih (če so zametki 
socialnih omrežij nastali na pobudo študentov, ki niso imeli izrazitega interesa nad 
bajnimi zaslužki, se je s prenosom lastništva in prodajo delnic raznim podjetjem 
interes nad profitom dvignil v višave; ravno uporabniki in osebni podatki 
uporabnikov predstavljajo vir zaslužka teh omrežij, zato želijo z njimi iztržiti 
čimveč); 
 
6. Razdajanje večje količine osebnih podatkov, kot mislimo (sistemi zaznavanja 
obrazov26 se izboljšujejo in dejansko z nedolžno objavo svoje slike lahko tem 
sistemom omogočimo, da ko enkrat označimo svoje ime na eni izmed slik, ta 
sistem predlaga naše ime na katerikoli drugi sliki, četudi se na njej nismo označili);  
 
7. Zloraba podatkov na profilih s strani tretjih oseb (najverjetneje je to najnevarnejša 
možnost zlorabe osebnih podatkov uporabnikov; naši potencialni delodajalci lahko 
na podlagi naših profilov na socialnih omrežjih ustvarijo svoje mnenje o nas in nas 
na podlagi tega ne zaposlijo ali celo odpustijo) 27; 
 
8. Kraja identitete (zaradi velike količine osebnih podatkov, objavljenih na 
uporabnikovem profilu, je kraja identitete postala enostavnejša od poštevanke v 
prvih razredih osnovne šole); 
 
9. Raba informacijskih sistemov in omrežij kljub trudu ponudnikov socialnih omrežij 
nikoli ne bo popolnoma varna (ne glede na težnje in vložen trud ponudnikov 
socialnih omrežij po čim višji stopnji varnosti, bo tu vedno prostor za izboljšave); 
 
10. Obstoječi nerešeni varnostni problemi na internetu (internet predstavlja obilico 
nevarnosti zaradi virusov, črvov, ribarjenja podatkov, zalezovanja, izsiljevanja, 
kraje identitet ipd.); 
 
11. Vpeljava interoperabilnosti (možna je analiza razmerij med uporabniki28 ter 
identifikacija posameznika na podlagi večih profilov, ki jih ima na različnih socialnih 
omrežjih)29 
 
Nadvse pomembno se mi zdi, da se zavedamo dejstva, da vse, kar objavimo na spletnih 
omrežjih ter internetu nasploh, tam ostane za vedno. Tudi, če pozneje neko sliko ali 
objavo zbrišemo, ne vemo, koliko ljudi je to sliko že shranilo na svoj računalnik ali jo 
objavilo kje drugje. Zato je izjemnega pomena, da imamo to dejstvo ves čas v mislih. 
                                                 
26 Facebook je razvil dokaj dober sistem zaznavanja obrazov. Čim objavimo nov album, nam predlaga imena 
ljudi na slikah, kar stori glede na poteze obraza. Sicer se zaenkrat še velikokrat zmoti, vendar glede na 
svetlobno hitrost razvoja tehnologije dandanes, dan, ko bo vsa imena pravilno ugotovil, ni več daleč. 
27 V Nemčiji je bil leta 2010 sprejet  zakon, ki prepoveduje, da bi se morebitni delodajalec spoprijateljil s 
prosilcem za neko delovno mesto na Facebooku, zato da bi preveril, kdo v resnici je; če bi zavrnjeni prosilec 
za službo uspel dokazati, da ni bil izbran na osnovi svojega profila, bi mu podjetje moralo izplačati odškodnino 
(po Schmitt Roschmann, 2010). Delodajalci naj bi tako za namene zaposlovanja pregledovali zgolj 
profesionalna socialna omrežja, kot sta Linkedln in Xing (po Ford, 2010). 
28 »Prijateljevanje« na Facebooku (o tem pozneje pišem kot o eni izmed kršitev pravice do zasebnosti na 
Facebooku). 
29 To omogočajo vedno boljši sistemi za zaznavanje obraza (ang. face recognition), ki lahko privedejo do 
povezav med profilom, kjer neka oseba uporablja svoje resnične podatke (na primer Facebook ali Bebo) ter 
med profilom, kjer uporablja psevdonim (na primer Friendster) ter med profilom, na kakšnem socialnem 
omrežju, ki je namenjeno zmenkarijam (ENISA, 2008, str. 9). Facebook omogoča zaznavanje obrazov znotraj 
svojega omrežja. Ko naložimo nov album slik, nam predlaga imena oseb, ki se nahajajo na slikah. 
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Nikoli ne vemo, kdaj se bo nekaj, kar se nam je nekdaj zdelo smešno, obrnilo proti nam. 
Tudi pogovori preko socialnih omrežij niso tajni kot so tajni pogovori na štiri oči. Vse kar 
počnemo na socialnem omrežju, se namreč beleži in shranjuje, tako lastniki socialnih 
omrežij kot hekerji lahko izvedo skrivnosti, ki smo jih preko Facebook klepeta zaupali 
najboljši prijateljici.  
 
Socialna omrežja nam dajejo občutek varnega okolja, pogosto se počutimo kot član neke 
manjše skupnosti, kjer vse poznamo in imamo vse pod nadzorom. Žal je to razumevanje 
napačno in lahko vodi k prevelikemu razkrivanju informacij o našem zasebnem življenju, 
kar lahko čez nekaj let obžalujemo. Ne smemo zanemarjati stranskih učinkov uporabe 
socialnih omrežij (po Pizzeti et al., 2009, str. 6). 
 
Že zdrava kmečka pamet nam pove, da morajo podjetja, glede na to, da uporabniki 
socialnih omrežij ne plačujemo nikakršne članarine, denar za pokritje vseh svojih stroškov 
služiti na nek drug način. Trženje osebnih podatkov uporabnikov socialnih omrežij je 
postalo tako dobičkonosno, da se vrednost uporabnika meri v denarju. Ta se izračuna 
glede na vrednost enega odstotka delnic v primerjavi s številom vseh uporabnikov nekega 
socialnega omrežja.  
 
Poslovno socialno omrežje Linkedln, ki je tedaj štelo 85 milijonov članov in čigaršnja 
vrednost se ocenjuje na 2,2 milijarde evrov, je januarja 2011 sprožilo postopke za 
kotizacijo. Delnice Facebooka, ki šteje čez 500 milijon uporabnikov, naj bi širši javnosti 
bile na voljo leta 2012. Podjetje Goldman Sachs je skupaj z ruskim podjetjem Digital Sky 
Technologies investiral pol milijarde evrov v Facebook, s čimer si je izboril 1-odstotni 
delež. Iz tega sledi izračun, da je podjetje Facebook vredno okoli 50 milijard dolarjev. 
Uporabnik na Facebooku je tako vreden 100 dolarjev na Facebooku in 25 na Linkedlnu 
(po Stanovniku, 2011, str. 23). Vrednost socialnega podjetja je torej odvisna od števila 
njegovih uporabnikov. Logično je torej, da si vsa socialna omrežja prizadevajo pridobiti 
čimveč uporabnikov, pri čemer ne izbirajo sredstev. Na prvem mestu je privlačnost 
omrežja, težja ponuditi čimveč, skratka vse kaj drugega kot skrb za varnost in zasebnost, 
kar prinaša številna tveganja s katerimi se mora uporabnik bodisi sprijazniti, bodisi se 
odločiti, da ne postane del velike virtualne skupnosti in se s tem na nek način uvrsti med 
marginalen del družbe (po ENISA, 2007, str. 6). 
 
4.2 ZASEBNOST NA SOCIALNIH OMREŽJIH 
 
Storitve socialnih omrežij z nepredstavljivo hitrostjo in v nepredstavljivi meri širijo meje 
družbenega dojemanja zasebnosti oziroma osebnega prostora. Osebni podatki 
posameznikov, zlasti slike in video posnetki, postajajo javno dostopni (po International 
Working Group on Data Protection in Telecommunication, 2008, str. 1). 
 
Hitra rast socialnih omrežij je povzročila naraščajočo zaskrbljenost glede pravice do 
zasebnosti. Uporabniki socialnih omrežij rutinsko objavljajo osebne podatke na svojih 
profilih, ki so lahko vidni tudi neznancem in so posledično izpostavljeni različnim vrstam 
zlorabe. Socialna omrežja kot sta Facebook in MySpace, uporabnikom dajeta možnost, da 
nadzirajo stopnjo zasebnosti svojih profilov. To lahko storijo tako, da omejujejo vidnost 
osebnih podatkov širši javnosti, določenim skupinam ljudi ali zgolj določenim ljudem. 
Končni rezultat nastavitev zasebnosti je rezultat socialnih vplivov in individualnih 
preferenc. Socialna omrežja dajejo posameznikom možnost, da se predstavijo, oznanijo 
svoja poznanstva in ustvarjajo ter ohranjajo povezave z drugimi. Esencialnega pomena je, 
da se zavedamo, da nam socialna omrežja ne dajejo zgolj možnosti povezovanja z 
drugimi, temveč nam omogočajo, da izražamo vsa razmerja, ki jih s temi osebami imamo. 
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Torej nismo priča zgolj posameznim profilom, temveč tudi vsem morebitnim povezavam 
med njimi (po Lewis et al., 2008, str. 79). 
 
Zaradi želje po enostavnosti uporabe, je zagotovitev varnosti in kontrola dostopa do 
podatkov na socialnih omrežjih  na dokaj nizki stopnji. Poleg tega cena rudarjenja s 
podatki30 in hramba teh podatkov upada. Zaradi teh dveh dejstev osebni podatki, ki jih 
objavimo na še tako zasebnem profilu, dejansko postanejo javno dostopni in lahko 
obstajajo, dokler pri nekom obstaja interes do teh podatkov. Takšen interes imajo 
predvsem tržniki, delodajalci in varnostne službe (po Acquisti in Gross, 2006, str. 1). 
 
4.2.1 ODREKANJE PRAVICI DO ZASEBNOSTI KOT CENA ZA VČLANITEV NA 
SOCIALNA OMREŽJA 
 
»Upravljalci družabnih omrežij in oglaševalci so se zelo dobro zavedali, da je skrb za 
zasebnost zelo abstraktno in subjektivno početje. Izkušnje, ki so jih pridobili trgovci s 
karticami zvestobe in podobnimi programi za ustvarjanje potrošniških »skupnosti«, so jih 
naučile, da se uporabniki brez posebnih pomiselkov odrečejo delčkom svoje zasebnosti, če 
so prepričani, da to počnejo prostovoljno, brez prisile (ali nevede) in imajo od tega 
praktične koristi – popuste, darila in podobne male pozornosti, ki krepijo vtis »osebnega 
stika«.« (Kučić, 2009) 
 
Delu zasebnosti se avtomatsko odrečemo v trenutku, ko se včlanimo v eno izmed mnogih 
socialnih omrežij. Vendar vseeno ne želimo vsega deliti z vsemi ljudmi in biti kot odprta 
knjiga, ki prosto kroži naokoli in v katero lahko kdorkoli kadarkoli pokuka in iz nje prebira 
naše največje skrivnosti in naše najbolj osebne zadeve. To mejo med tem, kar želimo 
obdržati zase in med tem kar želimo deliti z drugimi, postavimo sami, in sicer s 
prilagajanjem nastavitev zasebnosti. Dostikrat pa ne glede na naše želje, določene zadeve 
postanejo javne in takrat zaznamo nelagodni občutek izpostavljenosti.  
 
Raziskava, ki sta jo leta 2006 izvedla Acquisti in Gross, kaže, da skrb posameznika za 
njegovo zasebnost igra neko manjšo vlogo pri njegovi odločitvi, ali se bo v socialno 
omrežje včlanil ali ne. Nadalje dokazuje, da tudi tisti posamezniki, ki izražajo globoko skrb 
nad svojo zasebnostjo, na socialnem omrežju razkrivajo enormne količine osebnih 
podatkov. Nekateri to opravičujejo na podlagi svojega prepričanja, da imajo nad temi 
podatki nadzor prek nastavitev zasebnosti, ki jih regulirajo sami in s tem določajo, kdo bo 
njihove podatke videl in kdo ne. Nenazadnje raziskava podaja ugotovitev, da uporabniki 
nimajo realne predstave o velikosti socialnega omrežja in o dejanski vidnosti svojega 
profila različnim kategorijam ljudi (po Acquisti in Gross, 2006, str. 1). 
 
4.2.2 UPRAVLJAVCI OSEBNIH PODATKOV 
 
Ne moremo torej mimo dejstva, da socialna omrežja kopičijo celo goro osebnih podatkov 
o svojih uporabnikih. Možnost upravljanja z njimi imajo (po Delovni skupini za varstvo 
podatkov iz člena 29, 2009, str. 5-7): 
 
a) Ponudniki storitev socialnih omrežij  zagotavljajo orodja za obdelavo 
osebnih podatkov uporabnikov in vse »osnovne« usluge, povezane z 
upravljanjem profilov (registracija in izbris računa ipd.). Ponudniki storitev 
                                                 
30 Cilj pri rudarjenju s podatki je najti pravila, vzorce, ki nam omogočajo najti povezavo med vzroki in 
posledicami (po Wikipediji, 2011). 
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socialnih mrež tudi določajo možnost in način uporabe osebnih podatkov 
svojih uporabnikov za namene oglaševanja in trženja; 
 
b) Ponudniki aplikacij dobijo možnost upravljanja z osebnimi podatki 
uporabnikov, če razvijejo aplikacije, ki se izvajajo poleg aplikacij 
ponudnikov socialnih omrežij in če se uporabnik za uporabo te aplikacije 
tudi odloči; 
 
c) Uporabniki so v večini primerov razumljeni kot nosilci osebnih podatkov 
oziroma tisti, na katere se osebni podatki nanašajo. Objava osebnih 
podatkov je povsem prostovoljna odločitev posameznega uporabnika in 
zato »med potekom osebne ali domače dejavnosti oziroma v primeru 
»domačega izvzetja« uporabnik ni obravnavam kot upravljavec osebnih 
podatkov. To postane, kadar:   
 
 Storitve socialnih mrež uporablja kot osnovo za sodelovanje v združenju ali podjetju in 
v imenu tega združenja ali podjetja tudi deluje, torej ne predstavlja sebe in svojih 
lastnih interesov, temveč interese določene organizacije. Domače izvzetje torej ne 
velja, če uporabnik uporablja socialno omrežje kot platformo za doseganje političnih, 
komercialnih ali dobrodelnih ciljev. Za objavljanje in posredovanje podatkov drugih 
oseb potrebuje njihovo izrecno privolitev ali drugo pravno podlago; 
 nerazumno kopiči število stikov na socialnih omrežij in sprejema prošnje prijateljstev 
tudi od ljudi, ki jih ne pozna; 
 dostop do informacij v profilu presega izbrane stike. To je možno na podlagi takšnih 
privzetih nastavitev zasebnosti, ko je profil viden vsem uporabnikom socialnega 
omrežja ali celo interneta. V nekaterih primerih pa se uporabniki naknadno odločijo, 
da bodo privzete nastavitve zasebnosti spremenili tako, da bodo vidnost svojega 
profila razširili med ljudmi, ki sicer ne spadajo v krog njihovih izbranih stikov; 
 uporabnik uporablja občutljive podatke tretjih oseb. 
 
4.2.3 NASVETI ZA VARNO IN ZASEBNOSTI PRIJAZNO UPORABO SOCIALNIH 
OMREŽIJ 
 
Uporaba socialnih omrežij prinaša številne pozitivne posledice in v kolikor jih znamo 
pravilno uporabljati, tveganja zaradi njihove uporabe niso prevelika oziroma ne pretehtajo 
njihovih prednosti. Redno moramo spremljati in upoštevati vse spremembe v povezavi z 
njimi. V kolikor se npr. narava privzetih nastavitev spremeni, jih moramo sami ročno 
spremeniti tako, da nam bo lagodno. Glavni interes ponudnikov socialnih omrežij je 
zaslužek, ki pa je tesno povezan s številom uporabnikov. Število uporabnikov bo 
naraščalo, v kolikor bodo obstoječi uporabniki s storitvami določenega socialnega omrežja 
zadovoljni. Zato se morajo vsi vpleteni akterji truditi za to, da bo zadoščeno pravicam in 
željam uporabnikov socialnih omrežij. 
 
V trenutku, ko nek osebni podatek objavimo na socialno omrežje, nam le-ta uide iz 
nadzora. Naš podatek lahko shrani kdorkoli od naših stikov ali članov skupin, v katere smo 
včlanjeni. V nekaterih primerih ob včlanitvi v socialno omrežje podjetju, ki je ustvarilo 
dotično socialno omrežje, sami dajemo licenco za večno uporabo osebnih podatkov, ki jih 
objavimo. Vse naše slike, pogovore, objave hrani nekdo in vse to lahko uporabi tudi, ko se 
iz tega družabnega portala izčlanimo. Pogosto se niti izčlaniti ne moremo, svoj profil lahko 
zgolj deaktiviramo (po Pizzeti et al., 2009, str. 9).  
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Ponudniki socialnih omrežij lahko z uporabnikom prijaznimi nastavitvami zasebnosti precej 
pripomorejo k varovanju naših osebnih podatkov. Prav tako lahko za varovanje naše 
zasebnosti mnogo storimo sami. To lahko storimo s spreminjanjem privzetih nastavitev 
zasebnosti, in sicer z ožanjem vidnosti posameznih kategorij našega profila. Poleg tega ne 
smemo pozabiti na skrbno selekcijo gradiv, ki jih bomo objavili, in prijateljev, ki jih bomo 
izbrali. Več o teh možnostih bom podala v nadaljevanju. 
 
Socialna omrežja so postala del našega vsakdanjika. Zaradi svoje narave in popularnosti 
so pritegnila zanimanje številnih strokovnjakov s področja zasebnosti. Med drugim so 
botrovala nastanku Delovne skupine za varstvo osebnih podatkov iz člena 2931, Evropske 
agencije za varnost omrežij in informacij (ENISA)32 ter Berlinske mednarodne delovne 
skupine za varstvo podatkov v telekomunikacije33. Vsi ti organi so podali številne smernice 
za varno in zasebnosti prijazno uporabo socialnih omrežij. V nadaljevanju nekatere izmed 
teh smernic uporabljam kot osnovo za argumentiranje, da Facebook svojim uporabnikom 




                                                 
31 Ta je med drugim oblikovala Mnenje 5/2009 o spletnem socialnem mreženju. 
32 Ta je oblikovala dokument »Varnostna vprašanja in priporočila v zvezi s spletnimi socialnimi mrežami« 
(Security Issues and Recommendations for Online Social Networks). 




»Facebook ti pomaga ohranjati stike in deliti podatke z ljudmi iz tvojega življenja.« 
(Facebook, 2011) 
5.1 NASTANEK IN RAZVOJ FACEBOOKA 
»Facebook, najbolj priljubljena spletna družabna mreža na svetu, je nastal pozimi leta 
2004 v študentskem domu univerze Harvard. Mark Zuckerberg34, ustanovitelj Facebooka, 
ki je pol leta po njegovem rojstvu opustil študij, je večino zamisli pobral pri že delujočih 
omrežjih, kot sta Friendster in Myspace. Facebook je bil takoj velika uspešnica, ker se ne 
razlikuje veliko od načina, kako se internetno občinstvo sporazumeva med seboj, in ker se 
je začel na vrhu družbene lestvice... Spletišče je bilo le podaljšek domišljavosti zaradi 
izobraževanja na elitni univerzi: vsi v naselju naj bi bili prijatelji ali vsaj morebitni prijatelji, 
saj jih je kot take potrdil dekanat. Večina starejših družabnih mrež, kot sta Myspace in 
Friendster, je bila na slabem glasu zaradi občutka, da so te mreže namenjene predvsem 
spoznavanju tujcev. Povezava spletišča z družbenimi pravili fakultete je očitna že zaradi 
imena, ki v nasprotju z drugimi - Friendster in Myspace, pa tudi Sixdegrees, Bebo, Orkut 
in tako dalje - izvira iz že znanega in celo zelo tradicionalnega predmeta, to je almanaha 
brucev, ki ga na številnih fakultetah delijo na novo vpisanim študentom. Facebook je bil v 
nasprotju z vsemi drugimi družabnimi mrežami na začetku ekskluziven klub.« (Peterson, 
2010, str. 52) Če je bil Facebook februarja 2004 namenjem zgolj študentom Harvardske 
univerze, pa se je dostop že marca istega leta razširili na študente Stanforda, Columbie in 
Yala. Pozneje je bilo članstvo omogočeno vsem ameriškim študentom. Septembra 2005 so 
možnost za članstvo dobili tudi ameriški srednješolci, oktobra istega leta pa vsi šolajoči se 
širom celega sveta. Od septembra 2006 dalje se na Facebook lahko včlani kdorkoli, ki je 
starejši od 13 let (po Barrigar, 2009, str.9). Število uporabnikov Facebooka je na začetku 
leta 2009 preseglo število uporabnikov Myspaca, kar je Facebook uvrstilo med najbolj 
priljubljeno socialno omrežje v ZDA (po Peterson, 2010, str. 52). Januarja 2011 je zaživel 
Fmail – Facebook elektronska pošta.  
5.2 OSNOVNI POJMI NA FACEBOOKU 
 
5.2.1 »PROFIL« 
»Za osebni profil na Facebooku lahko rečemo, da je to spletno domovanje osebe, stran na 
Facebooku pa je bila sprva kot soba v študentskem naselju: na steno si lahko obesil 
plakate in police napolnil z najljubšimi knjigami, le razpored in pohištvo sta bila za vse 
člane enaka. Do spletnega doma so študenti prišli podobno kot do sostanovalca v sobi - 
poslali so fotografijo in izpolnili obrazec.« (Peterson, 2010, str. 52) 
Ob registraciji na Facebooku je uporabniku na voljo prazen vzorec profila, ki vključuje 
množico vnaprej določenih kategorij: Te vključujejo »osnovne« informacije (spol, kraj 
                                                 
34 »Marka Zuckerberga, 25-letnika, ki je ustanovil spletno družabno omrežje Facebook, so organizatorji 
festivala Cannes Lions počastili z nazivom medijske osebnosti leta 2010. S tem priznanjem nagradijo ugledno 
osebnost, ki ima velik vpliv na razvoj sodobne medijske pokrajine in tako kroji tudi prihodnost oglaševalske 
industrije.« (Marketing magazin, 2010) 
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bivanja ipd.), kontaktne informacije (telefonska številka, elektronski naslov, domači 
naslov), »osebne« infomacije (interesi, najljubše knjige, filmi, citati ipd.) ter druge. 
Uporabnikom je dana možnost, da naložijo svojo fotografijo, ki bo krasila njihov profil in 
bo vidna vsem  (po Lewis et al., 2008, str. 80). 
Na Facebooku imajo vse strani uporabnikov povsem enako zasnovo: neizrazita, 
antiseptična paleta pastelno modrih barv na beli podlagi. Oblikovalci Facebooka so za 
razliko od oblikovalcev socialnega omrežja Myspace uporabnikom želeli onemogočiti 
prilagajanje izgleda profila svojim preferencam (po Petersonu, 2010, str. 52). 
5.2.2 »PRIJATELJ« 
V svetu Facebooka je definicija prijateljstva drugačna kot v resničnem življenju. 
Prijateljstvo torej ne predstavlja nujno tesne povezave med dvema človekoma (glej Boyd, 
2007, str. 2). Na Facebooku dva uporabnika postaneta prijatelja, v kolikor se oba 
strinjata, da se poznata in da imata nekaj skupnega. Prijatelj na Facebooku je lahko zgolj 
naš znanec, bivši sošolec, učitelj ali nekdo, ki smo ga videli na enem samem dogodku 
(glej Vander Veer, 2010, str. 44). Zanimiv pogled na različne kategorije prijateljstva na 
Facebooku ima moja prijateljica, ki znancem za rojstni dan vošči preko Facebooka, 
prijateljem in sorodnikom pa osebno ali vsaj po telefonu. 
Živimo v času, ko prijateljstvo postaja vse in hkrati nič. Na Facebooku imamo »prijatelje«, 
ki nam dajejo občutek povezanosti (Deresiewicz v: Ossiansson, 2010, str. 124). V neki 
ameriški raziskavi so ugotovili, da uporaba socialnih omrežij deluje kot most med prijatelji 
z in izven interneta. Večina študentov bi za »prijatelje« sprejela samo ljudi, ki jih pozna iz 
resničnega življenja (Subrahmanyam et al. v: Ossiansson, 2010, str. 125). 
Vsi prijatelji, ki jih imamo na Facebooku, se znajdejo na našem seznamu prijateljev, 
katerega vidnost lahko omejimo. Ko odpremo profil katerega od naših Facebook 
prijateljev vidimo tudi seznam skupnih prijateljev. Ta je priročen, kadar nas nekdo zaprosi 
za prijateljstvo, pa se ne spomnimo točno, od kod ga poznamo. Ko vidimo, da so skupni 
prijatelji študentje debaterji, se lahko spomnimo, da to osebo poznamo npr. s kakšnega 
izmed debatnih turnirjev.  
5.2.3 »ZID« 
 
»Zid« je ponesrečen prevod angleške različice pojma »Wall«. Označuje tisti del našega 
profila, na katerem lahko naši Facebook prijatelji ali mi sami objavljamo misli, video 
povezave in voščila za rojstni dan. Je virtualni prostor, kjer se izpiše, komu in tudi kaj smo 
komu pisali na »Zid«, s kom smo se ravnokar spoprijateljili in s kom smo na novo v zvezi. 
Tam se objavijo nedavno naložene fotografije in albumi, ki smo jih naložili, ali slike, na 
katerih so nas drugi označili. Na »Zidu« je vidno skorajda vse, kar na Facebooku počnemo 
in se tisti hip zapiše tudi med »Novice«. 
 
5.3 POPULARNOST FACEBOOKA 
 »Facebook je nastal leta 2004 in od takrat beleži strmo last; prvo leto je dosegel milijon 
uporabnikov, leta 2005 je bilo že 5,5 milijonov uporabnikov, leta 2006 se je podvojilo na 
12 milijonov, 2007 sledi skok na 50 milijonov, kar pa ni bilo dovolj, saj je bilo leta 2008 že 
preko 100 milijonov uporabnikov (kar ima danes Twitter), decembra 2009 je bilo 250 
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milijonov in letošnjega julija so zabeležili 500 milijonto registracijo uporabnika.« (SiSQ 
Tech, 2010) 
Graf 1: Strmo povečevanje števila uporabnikov Facebooka od nastanka dalje 
 
Vir: SiSQ Tech, 2010 
5.3.1  FACEBOOK DANES 
Najnovejše raziskave so pokazale, da Facebook  uporablja že več kot pol milijarde ljudi, 
oziroma vsak 13. Zemljan. Skoraj 50 odstotkov uporabnikov Facebook vsakodnevno 
uporablja. Ustanovitelj spletne strani WikiLeaks, Julian Assange, je prepričan, da je 
socialno omrežje Facebook trenutno najobsežnejša zbirka osebnih podatkov na svetu. Ta 
namreč vsebuje podatke o več kot pol milijarde oseb, ki te podatke brezplačno in 
popolnoma prostovoljno vsakodnevno objavljajo. V Facebookovi podatkovni bazi se med 
drugim nahajajo njihovi naslovi, socialne povezave, imena in priimki, telefonske številke, 
elektronski naslovi, politična in verska prepričanja, slike, video posnetki ter zasebna 
sporočila. Zaradi teh dejstev ustanovitelj spletne strani WikiLeaks meni, da je socialno 
omrežje Facebook daleč najboljše vohunsko orodje vseh časov. Julian Assange je 
prepričan, da ima ameriška obveščevalna agencija prost dostop do teh podatkov. Ta do 
njih dostopa brez sodne odredbe ali vednosti uporabnikov  (po Računalniških novicah, 
2011).  
Trenutno ima Facebook več kot 500 milijonov aktivnih uporabnikov, vsak izmed njih pa 
ima v povprečju 130 pijateljev in mesečno ustvari okoli 90 objav (glej Facebook, 2011c). 
Facebook je najbolj razširjen v Hong Kongu, kjer Facebook uporablja kar 48,5% 
populacije, na drugo mesto se uvršča Kanada s 45,5% populacije in na tretje Združeno 
Kraljestvo z 42,8% populacije. ZDA se uvrščajo šele na četrto mesto (s 40,7% 
populacije), kar je zanimivo, glede na to, da Facebook izhaja prav od tam. Slovenija se 
uvršča na 15. mesto, kar je presenetljivo visoko (glej The Guardian v: RIS, 2010). 
Slovenija premore okoli 500.000 Facebook uporabnikov, kar je slabih 30% celotnega 
prebivalstva in skoraj 50% vseh uporabnikov interneta (glej Omrežen.si, 2010). 
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6 ZASEBNOST NA FACEBOOKU 
 
 
»Facebook se od mnogih socialnih omrežij razlikuje po tem, da od uporabnika zahteva, da 
se predstavi z resničnimi podatki ter s tem razkrije svojo pravo identiteto. Pogoji uporabe 
Facebooka velevajo, da se uporabniki ne smejo izdajajti za drugo osebo, navajati 
napačnih podatkov o sebi ali se na kakršenkoli drug način napačno predstavljati ter 
navajati neresnice o svojih povezavah z drugimi osebami ali skupnostmi. To pomeni, da 
so osebni podatki, ki jih posameznik o sebi objavi, posebej občutljivi za zlorabe. Gross in 
Acquisti naštevata številna tveganja, ki s tem nastopijo: osramotitev, izsiljevanje, 
zalezovanje in celo kraja identitete« (po Lewis et al., 2008, str. 80). 
 
Poleg prej omenjene prave identitete posameznika Facebook priporoča, da posameznik 
označi, katero izobraževalno institucijo obiskuje, iz katerega kraja prihaja in podobno. 
Poznamo omrežja, poimenovana po okrajih in posamezniki se v le-ta lahko vključijo. To 
pomeni, da razkrijejo, kje se nahajajo in kam zahajajo (po Lewis et al., 2008, str. 80). 
 
6.1 KRŠITVE PRAVICE DO ZASEBNOSTI NA FACEBOOKU 
 
Srž problema tiči v prepričanju, da je internet oddaljen prostor, kateremu naj ne bi bilo 
treba spoštovati niti pravnih aktov, niti splošno uveljavljenih medčloveških pravil 
komuniciranja. V to nas namreč prepričujejo ustanovitelji »revolucionarnih« storitev, ko se 
nanje usuje plaz kritik, da njihova storitev ne ustreza zasebnostnim, varnostnim in drugim 
kriterijem. Na uporabnike gledajo kot na številke (več kot jih je, boljše za lastnike 
socialnih omrežij), na vir dohodka ter na tiste, ki vsake toliko časa povzdignejo glas. Ko 
ponudnikom socialnih omrežij ne preostane nič drugega; ko se ustvarijo Facebook 
skupine, ki zahtevajo spremembe v nastavitvah zasebnosti, se opravičijo in malce 
spremenijo nastavitve, samo da bi utišali negodovanja in vse glasnejše kritike (glej 
Kodelja, 2010, str. 11). 
 
Grimmelmann ugotavlja, da osebni podatki, ki jih uporabniki razkrivajo na družbenih 
portalih in ki so vidni vsem uporabnikom interneta, dejansko postanejo javni. Študije 
kažejo, da uporabniki socialnih omrežij sicer ne uporabljajo možnih nastavitev zasebnosti 
kot bi bilo pričakovano, vseeno pa ugotavljajo, da uporabniki izražajo močno skrb za 
varstvo svoje zasebnosti. Grimmelmann zaradi navedenih ugotovitev predlaga, da naj za 
to področje odgovorni zaposleni pri socialnih omrežjih  poskrbijo, da bo razlika med 
dejansko in pričakovano zasebnostjo čim manjša (po Grimmelmann v: Barrigar, 2009, str. 
6). 
 
6.1.1 ZASEBNOSTI NEPRIJAZNE PRIVZETE NASTAVITVE ZASEBNOSTI 
 
Pomemben element nastavitev zasebnosti je dostop do osebnih podatkov objavljenih na 
uporabnikovem profilu. V kolikor glede dostopa do teh podatkov ne obstajajo nobene 
omejitve, so ti podatki lahko dostopni vsem uporabnikom tega socialnega omrežja ali celo 
celotnega svetovnega spleta. Dokazano je bilo, da samo manjšina uporabnikov spreminja 
privzete nastavitve zasebnosti. Zato je esencialnega pomena, da socialnih omrežij 
zagotavljajo zasebnosti prijazne privzete nastavitve zasebnosti (po Delovni skupini za 
varstvo podatkov iz člena 29, 2009, str. 5). Za razliko od mnogih drugih socialna omrežja 
Facebook uporabnikom zagotavlja precejšno mero možnosti kontrole delitve osebnih 
podatkov. Problematične so neprijazne privzete nastavitve zasebnosti (glej Acquisti in 
Gross, 2006, str. 2-3). 
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Mnenje 5/2009 o spletnem socialnem mreženju, Rimski memorandum in Varnostna 
vprašanja in priporočila v zvezi s spletnimi socialnimi mrežami izpostavljajo dolžnost 
ponudnikov socialnih omrežij, da uporabnikom zagotovijo zasebnosti prijazne privzete 
nastavitve. Uporabnikom naj bo dana možnost razširitve privzetih nastavitev in 
omogočitev vidnosti določenih podatkov tudi tistim uporabnikom Facebooka, ki niso 
njihovi prijatelji.   
 
Privzete nastavitve zasebnosti na Facebooku so se s časom precej spreminjale. V prvem 
letu obstoja tega portala, torej leta 2005, so bili vsi osebni podatki uporabnikov vidni le 
njihovim prijateljem, tistim uporabnikom Facebooka, ki niso njihovi prijatelji, je bilo vidno 
zgolj omrežje, katerega član je bil uporabnik ter njegovo ime, spol in profilna slika. 
Uporabnikom interneta, ki niso bili člani Facebooka, pa ni bilo vidno nič (glej Mckeon, 
2010).  
Danes je zgodba popolnoma drugačna. Leta 2010 so prav vsi uporabnikovi osebni 
podatki, razen njegovega rojstnega datuma in kontaktnih informacij, postali vidni tudi 
tistim uporabnikom Facebooka, ki niso njegovi prijatelji in vsem uporabnikom interneta. 
Vidne so postale objave na »Zidu«, lista naših prijateljev, naša slika, spol in starost ter 
omrežja, katerih člani smo (glej Mckeon, 2010). Zuckerberg je dotlej ob vsaki spremembi 
uporabnikom zagotavljal, da se je bodo že navadili in videli, da je koristna. Spomladi leta 
2009 se je menda hvalil pred podrejenimi: »Najboljše rušilne družbe ne poslušajo svojih 
strank.« (po Peterson, 2010, str. 53). 
Sama imam na Facebooka kar dva profila, enega, ki ga dejansko uporabljam in enega, 
ustvarjenega zgolj za namene raziskovanja v okviru izdelovanja diplomske naloge.  
 
Prvi profil imam kar se da zaseben, vse informacije so vidne le meni35, večina podatkov je 
vidna mojim prijateljem, ostalim pa zgolj moje  ime36, profilna slika37 in spol38 (te tri 
kategorije podatkov so ne glede na naše preference vidne vsem). Ni me moč najti ne prek 
Facebookovega iskalnika, ne prek Googla. Določene osebe ne morejo videti objav na 
mojem »Zidu«. Določeni albumi so vidni le določenim ljudem. Skratka – svoj profil sem 
oblikovala glede na svoje preference. 
  
Drugi profil sem pustila tak, kot je bil ob nastanku, pustila sem torej privzete nastavitve 
zasebnosti (glej Slika 1). Sedaj si poglejmo,  kakšne so privzete nastavitve zasebnosti. 
 
Vsi uporabniki interneta lahko vidijo: 
 
• mojo profilno sliko, 
• spol, 
• moje uporabniško ime, 
• vse moje objave,  
• moje družinske člane,  
• kakšen je moj zakonski stan, 
• moje interese, zanimanja in  citate, 
                                                 
35 Ker ne želim, da moji prijatelji pred mano vidijo slike, na katerih sem označena, sem za slike, na katerih me 
označijo drugi, vidnost omejila zgolj nase.   
36 Kljub Facebookovi prepovedi uporabljam psevdonim. 
37 Lahko bi uporabila tudi sliko pokrajine ali česa drugega, vendar sem se odločila, da bom uporabljala svojo 
sliko. 
38 Temu se je moč izogniti tako, da ne bi označili svojega spola. 
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• moje  spletne strani. 
 
Prijatelji mojih prijateljev39 lahko poleg prej naštetih kategorij podatkov vidijo še: 
 
• moja politična in verska prepričanja,  
• moj datum rojstva, 
• slike in videe, v katerih me označijo drugi, 
• moje objave na prijateljevih »Zidovih«.   
 
Moji prijatelji lahko poleg vsega zgoraj naštetega še: 
 
• vidijo »kraje, v katerih se pojavim«, 
• vidijo moj naslov, 
• vidijo moj elektronski naslov, 
• jim prek sistema za označevanje slik predlagajo moje ime na slikah, ki jih objavijo.  
 
Slika 1: Privzete nastavitve zasebnosti 
 
Vir: Lasten (moj Facebook profil) 
 
Poleg tega me lahko prav vsi uporabniki interneta najdejo na Facebooku, mi pošljejo 
prošnjo za prijateljstvo, sporočilo, vidijo moj seznam prijateljev, kakšno vrsto in stopnjo 
izobrazbe imam in kakšno delo opravljam, kje živim in kaj mi je všeč. Kaj vidijo drugi, 
lahko vidimo po kliku na gumb Predogled mojega profila (glej Slika 2).  
 
 
                                                 
39 Če imam jaz 250 prijateljev, moj prijatelj pa v povprečju vsak po 300, so ti podatki vidni kar 75.000 ljudem. 
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Slika 2:  Privzete nastavitve – povezovanje na Facebooku 
 
Vir: Lasten (moj Facebook profil) 
 
Dokazala sem, da Facebook ravna v nasprotju z mnenji pomembnih evropskih organov za 
varovanje osebnih podatkov in svojim uporabnikom ponuja zasebnosti neprijazne 
nastavitve zasebnosti. 
 
6.1.2 OZNAČEVANJE NA SLIKAH 
Označevanje drugih uporabnikov na slikah brez njihovega privoljenja, krši njihovo pravico 
do možnosti izbrire, kateri njihovi osebni podatki se bodo znašli na socialnem omrežju. V 
skladu s priporočili Delovne skupine za varstvo podatkov iz člena 29 in  ENISE bi 
ponudniki socialnih mrež morali zagotoviti orodja za upravljanje označevanja. Ena izmed 
rešitev bi bila, da označevanje sploh ne bi bilo mogoče, druga pa, da bi pridobili 
uporabnikovo dovoljenje za objavo njegovega imena na sliki. Lahko bi se mu npr. poslalo 
avtomatsko elektronsko sporočilo, ki bi vključevalo dva linka. Na prvega bi uporabnik 
kliknil, če bi se z označbo strinjal, na drugega pa, če se ne bi (glej ENISA, 2007, str. 21). 
To bi bilo možno tudi z uvedbo območij na uporabnikovem profilu, v katerih bi bila 
označena uporaba posameznikovega imena na slikah, videih in drugih objavah ali s 
postavitvijo nekega obdobja, v okviru katerega mora posameznik privoliti v objavo 
svojega imena na neki sliki ali drugi objavi, sicer se ta označba izbriše (glej Delovna 
skupina za varstvo osebnih podatkov iz člena 29, 2009, str. 7-8). 
Kmalu po odprtju mreže je Facebook uporabnikom omogočil, da so na mrežo objavljali 
albume, ki so sprva lahko vsebovali največ 60 fotografij; danes pa je na njej več fotografij 
kot na katerem koli drugem spletišču. Uporabniki objavljajo fotografije, na katerih se 
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nahajajo oni, drugi uporabniki Facebooka ali celo neuporabniki Facebooka. Za objavo ne 
potrebujejo nikogaršnje privolitve. Na slikah lahko vse osebe tudi označijo. O označbi so 
označeni ljudje obveščeni in pozneje lahko svojo oznako odstranijo in s tem le-ta izgine z 
njihovega profila. Vendar slika še vedno ostane na prijateljevem profilu, kjer bo tudi 
ostala, v kolikor je ne bo kdo prijavil kot žaljivo fotografijo ali dokler je ne bo objavitelj 
odstranil. Torej jo bodo vsi skupni prijatelji objavitelja slike in ostalih na sliki še vedno 
videli na vsaj enem profilu.  
Facebook sicer v svojih pogojih uporabe uporabnikom veleva naj drugih uporabnikov ne 
označujejo na slikah brez njihove privolitve (Facebook, 2011a), vendar ne zagotavlja 
nobenih orodij, ki bi to zagotavljala. Šest let po ustanovitvi Facebook uporabnikom še 
vedno ne omogoča, da bi odobrili, na katerih fotografijah jih smejo drugi označiti. Ena od 
rešitev je, da zasebnost nastavite tako, da si nihče ne more ogledati fotografij, na katerih 
ste bili označeni (po Peterson, 2010, str. 54).  
6.1.3 PROTIPRAVNOST UPORABE PSEVDONIMOV 
 
Rimski memorandum ponudnikom socialnih mrež veleva, naj svojim uporabnikom 
predstavijo uporabo psevdonima kot najboljšo možnost pri predstavljanju samega sebe. 
Torej naj ne priporočajo ali celo zahtevajo uporabe pravega imena in priimka. 
 
6. člen Direktive 95/64 ES določa, da morajo biti podatki »primerni, ustrezni in ne 
pretirani glede na namene, za katere se zbirajo in/ali obdelujejo«. Facebook bi torej moral 
podati tehtne argumente za upravičenost svoje zahteve po predstavitvi uporabnikov pod 
pravo identiteto in ne pod psevdonimom 
 
Razlika med Facebookom in Netlogom je, da se na Facebooku ljudje registrirajo pod 
svojimi pravimi imeni, na Netlogu pa pod psevdonimi. V kolikor uporabnik ne omeji 
»možnosti iskanja«, nas lahko preko iskalnikov praktično najde kdorkoli in si pogleda naš 
profil. V kolikor nismo omejili vidnosti profila40, lahko vidijo skorajda vse, kar smo objavili. 
Našemu potencialnemu delodajalcu torej na pladnju prinesemo vse naše slabosti, skratka 
vse, kar nismo hoteli, da bi vedel o nas. Vse, kar mora storiti, je, da v iskalno okence 
vtipka naše ime in priimek in v primeru, da nimamo nastavitev zasebnosti primerno 
nastavljenih, lahko vidi sramotne slike z zabav, našo listo prijateljev41, listo skupin, katerih 
člani smo in podobno. Nekateri člani Facebooka za svoj status objavljajo nesramne in 
neprimerne opazke o svojem šefu in službi in marsikoga je to stalo službe, saj je njihov 
delodajalec za to izvedel. Uporabniki so bodisi pozabili, da imajo svojega šefa med stiki na 
Facebooku, bodisi je njihov šef za objavo izvedel prek tretjih oseb. 
 
Facebook zahteva uporabo resničnih podatkov in jih s tem postavlja v nevaren položaj. 
Poleg resničnega imena in priimka naj bi kot profilno sliko objavili sebe, kar nepridipravom 
olajšuje krajo naše identitete.  
 
6.1.5 NEUPORABNIKI FACEBOOKA 
 
Precej storitev socialnih omrežij uporabnikom omogoča objavo podatkov drugih oseb, tudi 
nečlanov. Tako lahko osebe ocenjujejo, jih povabijo na dogodke, označijo na slikah ipd. 
Upravljalci osebnih podatkov – ponudniki storitev socialnih omrežij lahko podatke 
                                                 
40 Kot smo že ugotovili je privzete nastavitve zasebnosti, ki naš profil odpirajo tako, da je viden vsem (ang. 
»opt-out«), možno spremeniti in vidnost profila omejiti na nam želen krog ljudi in obseg informacij, ki jih 
želimo deliti z določenimi skupinami ljudi. 
41 Po načelu: »Povej mi s kom se družiš in povem ti kdo si.« 
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nečlanov shranjujejo zgolj v primeru, da je izpolnjeno eno izmed meril 7. člena42  Direktive 
95/64 ES. V nobenem primeru ne smejo predhodno oblikovati profilov nečlanov na 
podlagi podatkov, pridobljenih s prispevki uporabnikov (po Delovni skupini za varstvo 
podatkov, 2009, str. 8).   
 
6.1.5.1 Pošiljanje elektronskih sporočil za namene neposrednega trženja 
  
Ponudniki storitev socialnih omrežij v nobenem primeru ne smejo kontaktirati svojih 
nečlanov. Tega ne smejo storiti niti, če želijo neuporabnika obvestiti, da na socialnem 
omrežju obstajajo njegovi osebni podatki osebe (npr. slika in pod njo ime nečlana). V 
kolikor bi nečlana preko elekronske pošte povabili, naj se pridruži mnogim uporabnikom 
socialnih omrežij, bi kršili 4. odstavek 13. člena Direktive o zasebnosti in elektronskih 
komunikacijah zaradi pošiljanja elektronskih sporočil za namene neposrednega trženja (po 
Delovni skupini za varstvo podatkov, 2009, str. 8). 
 
»Nekatere storitve socialnih mrež omogočajo pošiljanje vabil tretjim osebam. Prepoved 
uporabe elektronske pošte za namene neposrednega trženja ne velja za osebno 
komunikacijo. Da je storitev socialnih mrež v skladu z izjemo za osebno komunikacijo, 
mora biti v skladu z naslednjimi merili (Delovna skupina za varstvo podatkov iz člena 29, 
2009, str. 10): 
 
 ne spodbuja pošiljatelja niti prejemnika, 
 ponudnik ne izbira prejemnikov sporočila, 
 jasno je treba navesti identiteto uporabnika pošiljatelja, 
 uporabnik pošiljatelj mora v celoti poznati vsebino sporočila, ki bo poslano v 
njegovem imenu.« 
 
Facebook dopušča označevanje neuporabnikov Facebooka na slikah, ki jih objavimo. Če 
označimo nekoga in imamo med seznamom svojih kontaktov na Facebooku shranjen 
njegov/njen elektronski naslov, ter ta elektronski naslov uporabimo kot označbo tega 
neuporabnika na sliki, mu bo avtomatsko poslano elektronsko sporočilo. V tem sporočilu 
bo neuporabniku poslan link, preko katerega si bo lahko ogledal sliko, na kateri je bil 
označen, vendar nič drugega (gej ENISA, 2007, str. 10). Neuporabniku Facebooka torej ni 
dana možnost, da odstrani oznako, razen v kolikor se tudi sam registrira kot uporabnik. 
To potezo Facebooka vidim kot prikrito obliko neposrednega marketinga. Torej to 
sporočilo spodbuja prejemnika, da se odzove in zaradi tega ne gre za osebno 
komunikacijo. To pomeni, da Facebook krši 4. odstavek 13. člena Direktive o zasebnosti in 
elektronskih komunikacijah zaradi pošiljanja elektronskih sporočil za namene 
neposrednega trženja.  
                                                 
42 »Države članice določijo, da se lahko osebni podatki obdelujejo samo, če: (a) je posameznik, na katerega 
se osebni podatki nanašajo, nedvoumno dal svojo privolitev; ali (b) je obdelava potrebna za izvajanje 
pogodbe, katere stranka je posameznik, na katerega se nanašajo osebni podatki, ali pa za izvajanje ukrepov 
na zahtevo posameznika, na katerega se osebni podatki nanašajo, pred sklenitvijo pogodbe; ali (c) je 
obdelava potrebna za skladnost z zakonsko obveznostjo, ki velja za upravljavca; ali (d) je obdelava potrebna 
za varstvo življenjskih interesov posameznikov, na katere se osebni podatki nanašajo; ali (e) je obdelava 
potrebna za izvajanje naloge, ki se opravlja v javnem interesu ali pri izvrševanju javne oblasti, dodeljene 
upravljavcu ali tretji stranki, ki so ji posredovani podatki; ali (f) je obdelava potrebna zaradi zakonitih 
interesov, za katere si prizadeva upravljavec ali tretja stranka ali stranke, ki so jim osebni podatki 
posredovani, razen kadar nad takimi interesi prevladajo temeljne pravice in svoboščine posameznika, na 




6.1.5.2 Hramba in obdelava osebnih podatkov neuporabnikov Facebooka 
Facebook ne izpolnjuje nobenega izmed meril 7. člena  Direktive 95/64 ES. Torej ni 
upravičen do hrambe in obdelave podatkov svojih neuporabnikov, vendar to vseeno 
počne. S tem krši 7. člen omenjene direktive.  
»Nemški pokrajinski urad za varstvo osebnih podatkov pokrajine Schleswig-Holstein43 je 
sprožil spor proti Facebooku, ker naj bi ta shranjeval tudi osebne podatke ljudi, ki niso 
uporabniki socialnega omrežja in nikoli niso dali soglasja za shranjevanje in obdelavo 
njihovih podatkov.« (Dne, 2010). 
»Sporna je Facebookova aplikacija, ki na željo uporabnika prebrska njegove kontakte ter 
jih povabi k včlanitvi na Facebook. Nemški varuhi zasebnosti trdijo, da Facebook tako 
pridobljene osebne podatke shranjuje, čeprav za to nima soglasja« (Dne, 2010). 
Aplikacija, ki je sporna se imenuje Iskalec prijateljev – Friend Finder (glej Newser, 2010). 
Ta aplikacija je zaživela avgusta 2009 (glej Facebook, 2010). »Facebookove aplikacije 
lahko preiščejo osebni računalnik posameznega uporabnika in najdejo shranjene baze 
elektronskih naslovov« (Žurnal24.si, 2010). 
Nemški IP pravi, da je prejel mnogo pritožb ljudi, ki so prejeli elektronsko sporočilo od 
Facebooka, naj se včlanijo v to socialno omrežje. Facebook naj bi njihovo ime in 
elektronski naslov dobil preko članov Facebooka, ki so te nečlane dodali med svoje 
kontakte. Caspar pravi, da je Friend Finder aplikacija, osnovana za namene širitve 
uporabnikov Facebooka (po The Associated Press, 2010). Johannes Caspar, nemški 
Informacijski pooblaščenec pravi, da v uradu smatrajo zadrževanje podatkov o tretjih 
osebah kot kršitev prava o varstvu osebnih podatkov (po Newser, 2010).  
5.1.6 OBDELAVA OBČUTLJIVIH OSEBNIH PODATKOV 
 
Posebna kategorija osebnih podatkov so občutljivi osebni podatki44, ki so na internet 
objavljeni zgolj na podlagi izrecne privolitve posameznika, na katerega se ti podatki 
nanašajo ali če jih ta posameznik sam objavi.  
V 1. odstavku 8. člena Direktive 95/46/ES je določeno, da »države članice prepovejo 
obdelavo osebnih podatkov, ki kažejo na rasni ali etnični izvor, politična mnenja, verska ali 
filozofska prepričanja, pripadnost sindikatu, in obdelavo podatkov v zvezi z zdravjem ali 
spolnim življenjem«. V 2. odstavku 8. člena so naštete izjeme, pri katerih to pravilo ne 
pride v poštev. V točki (a) je tako omenjeno, da »se 1. odstavek ne uporablja, kadar je 
posameznik, na katerega se podatki nanašajo, dal svoj izrecno privolitev za obdelavo teh 
podatkov...«  
V kolikor obrazec socialnega omrežja45 pri oblikovanju profila zajema vprašanja, ki so v 
povezavi z občutljivimi osebnimi podatki, mora upravljalec storitve socialnega omrežja 
uporabnike opozoriti, da je navedba teh podatkov povsem prostovoljna (po Delovni 
skupini za varstvo podatkov iz člena 29, 2009, str. 8). Facebook svojim uporabnikom daje 
                                                 
43 Das Unabhängige Landeszentrum für Datenschutz Schleswig-Holstein (ULD). 
44 Občutljivi osebni podatki so osebni podatki, ki razkrivajo rasno ali etnično pripadnost, verska ali filozofska 
prepričanja, politično in spolno usmeritev ter zdravstveno stanje posameznikov (po Delovni skupini za varstvo 
podatkov iz člena 29, 2009, str. 8). 
45 Primer takšnega omrežja je Facebook. 
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možnost za objavo občutljivih osebnih podatkov. Obrazec ne vsebuje opozoril, da je 
navedba teh podatkov povsem prostovoljna (glej Slika 4). 
 
Slika 3: Obrazec za dodajanje občutljivih osebnih podatkov 
 
 Vir: Lasten (moj Facebook profil) 
 
6.1.7 POSREDOVANJE UPORABNIKOVIH PODATKOV TRETJIM OSEBAM 
 
V točki (b) 14. člena Direktive 95/46/ES je zapisano, da države članice priznavajo 
posamezniku, na katerega se osebni podatki nanašajo, pravico, »da na zahtevo in 
brezplačno ugovarja obdelavi osebnih podatkov, ki se nanašajo nanj, glede katerih 
upravljavec pričakuje obdelavo zaradi neposrednega trženja, ali da je obveščen, preden se 
osebni podatki prvič posredujejo tretjim strankam ali se uporabijo v njihovem imenu 
zaradi neposrednega trženja, in da je izrecno opozorjen na pravico, da brezplačno 
ugovarja takemu posredovanju ali uporabi.«  
 
Kot je razvidno iz Facebookovih pogojev uporabe, se mora uporabnik zavedati, da vse 
podatke, ki jih objavi na Facebook, ta lahko uporabi za svoje namene in za to početje 
uporabnik ni upravičen do nikakršnih nadomestil (po Facebook, 2011a). Torej uporabnik 
nima pravice do ugovora, s čimer Facebook krši 14. člen Direktive 46/95 ES. 
 
Uporabnikom bi morala biti dopuščena možnost izbire med sekundarno uporabo njihovih 
osebnih podatkov za namene neposrednega marketinga ali plačilom neke vrste 
odškodnine za neuporabo njihovih podatkov (po International Working Group on Data 
Protection in Telecommunications, 2008, str. 6-7). Facebook svojim uporabnikom ne 




Facebook z aplikacijami »Novice«, »Prijateljevanje« in »Pretekle posodobitve statusa« 
sicer nobenih podatkov, ki že prej ne bi bili bili dostopni našim prijateljem, ni na novo 
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napravil dostopne zanje. Je pa povzročil nelagodje pri uporabnikih. Zasebnost se namreč 
ne nanaša  zgolj na nek neživ objekt ali serijo bajtov, ampak predvsem na občutek  
ranljivosti, ki jo posameznik občuti ob ukvarjanju s podatki, ki se nanašajo nanj (glej 
Boyd, 2008, str. 14). 
 
Danah Boyd (2008, str. 14-16) nelagodje posameznika ob izpostavljenosti navaja na 
naslednjem primeru. Smo na zabavi z bučno glasbo, kjer se na ves glas pogovarjamo. Kar 
naenkrat glasba utihne in vsi strmijo v nas, ker smo ravnokar na ves glas izjavili, da nam 
je neka oseba všeč. Ljudje strmijo v nas, čeprav ne poznajo celotnega konteksta zgodbe 
in si našo izjavo lahko povsem drugače interpretirajo kot mi. Zavemo se, da smo v 
središču pozornosti in da bomo po vsej verjetnosti postali tarča obrekovanj.  Zardimo in 
se želimo pogrezniti v zemljo. Čutimo, kot da so vdrli v našo zasebnost. Počeli smo 
namreč nekaj, za kar nismo pričakovali, da bodo izvedeli vsi udeleženci zabave. Podobno 




Aplikacija »Novice« (ang. »News Feed«) je zaživela leta 2006 in se pojavi takoj, ko se 
prijavimo na Facebook. Objavlja vse zadnje spremembe stanj, objav, razmerij, objavo slik, 
videov, udeležbo na dogodkih in nova članstva v skupinah ter na novo izražene interese 
posameznikov. Vidno je kaj smo komu pisali na »Zid« in kdo so naši novi prijatelji. Pred 
tem smo ročno vtipkali ime prijatelja in si informacije o njem prebrali na njegovem profilu. 
Zdaj lahko na eni strani beremo vse o vseh. Ne glede na to, če je naše zanimanje za 
nekoga nično oziroma zanemarljivo majhno, za nekoga drugega pa veliko. Iskanje 
uporabnih informacij za nas je torej iskanje igle v kopici sena. In vse, kar storimo bo 
objavljeno, ne glede na to, če to želimo ali ne. Torej bodo v sekundi vsi izvedeli, da smo 
se razšli s partnerjem ali da nam je nekdo poslal voščilo za rojstni dan. In kar je najbolj 
ironično – to bodo mnogi izvedeli pred nami. V kolikor nimamo nastavljeno, da so slike, na 
katerih so nas označili drugi, vidne samo nam, lahko sramotne slike z zabav vidijo vsi naši 
prijatelji, še preden jih lahko izbrišemo. Neprijetnih situacijam se tako sploh ne moremo 
izogniti niti tako, da bi na primer pobrisali objavo na našem »zidu«, ker ne želimo, da vsi 
vedo vse o nas. Naknadno lahko sicer objavo na svojem »Zidu« izbrišemo, ampak med 
»Novicami« bo še vedno ostala. 
»Ko je bil Facebook rezerviran za študente, je temeljil na značilnem živahnem družabnem 
življenju v študentskem naselju in skupnih prostorih. Mogoče je bilo pregledovati strani 
peščice dobrih prijateljev in ljubkih sošolk, vendar je imel uporabnik hkrati tudi možnost, 
da se ni zmenil zanje. »Novice« pa so povzročile, da so postali vsi in vse predmet 
opravljanja, saj je o vsaki najmanjši spremembi obveščena velika skupina »prijateljev« ... 
Z novimi možnostmi naj bi nekaterim prijateljem lahko omejili pregledovanje svojih strani, 
vendar te nastavitve niso delovale, kot bi morale. Več sto tisoč uporabnikov se je zato 
začelo pridruževati protestnim skupinam in tako izrazilo nezadovoljstvo z »Novicami«, 
podobno kot ob vsaki drugi spremembi. A Facebook je s svoje smeri krenil šele po najbolj 
nezaslišanih napakah, kot je bil program, s katerim je bilo o spletnih nakupih uporabnika 
obveščenih na stotine njegovih »prijateljev«. Tako ni bilo pokvarjeno le marsikatero 
presenečenje, temveč je bila razkrita tudi kakšna razuzdanost.« (Peterson, 2010, str. 53). 
6.1.8.2 »Prijateljevanje« 
 
V letu 2010 je Facebook uvedel novost, ki pod objavo na prijateljevem »zidu« omogoča 
klik na besedo »prijateljevanje«. Ta opcija nam omogoča vpogled v vso skupno 
zgodovino, ki jo ti dve osebi imata na Facebooku. Prikažejo se vse slike, na katerih sta 
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označeni obe osebi, vsi dogodki, na katere sta oba šla, imena skupin, katerih oboževalca 
sta oba ter vse, kar sta si kdajkoli pošiljala in objavljala na »Zid«. Zalezovalcem in 
radovednežem je tako še bolj kot preko funkcije »News Feed« oziroma »Novice« olajšano 
iskanje pikantnih informacij. Uporabnikova bivša partnerica tako lahko vidi, na katere 
dogodke bo šel njen bivši fant s svojo novo simpatijo, kaj sta drug drugemu pisala na 
»Zid« in podobno.  
 
6.1.8.3 Pretekle posodobitve statusa 
 
V letu 2011 je zaživela nova Facebook aplikacija, ki uporabniku ponuja vpogled v objave, 
ki so jih njegovi Facebook prijatelji kadajkoli v preteklosti objavili kot svoj »status«46. Tako 
nam ni treba brskati po »zidu« našega novega prijatelja, da bi izvedeli, kaj je v preteklosti 
objavljal, ampak nam je vse to prinešeno na pladnju (glej Slika 4). 
 
Slika 4: Primer pretekle posodobitve statusa 
 
Vir: Lasten (moj Facebook profil) 
 
Tako je nekdo lahko v preteklosti objavil kakšno misel v povezavi z bivšo parterico. Zdaj 
pa njegova nova partnerica bere te objave. To oba vpletena spravlja v nelagoden položaj.  
 
6.1.9 TEŽAVNOST IZBRISA RAČUNA 
Člen II/68 Pogodbe o ustavi za Evropo v svoji 5. točki določa, da ima vsakdo pravico 
zahtevati, da se podatki, zbrani o njem, popravijo. ENISA je oblikovala mnenje, da bi 
morala socialna omrežja svojim uporabnikom omogočiti možnost popolnega izbrisa 
svojega uporabniškega računa. Strani za pomoč uporabnikom bi morale vsebovati jasna 
navodila, kako se to lahko stori. Socialna omrežja, ki tega ne omogočajo najverjetneje 
ravnajo v nasprotju z Direktivo 95/64. Ta določa, naj se podatki, ki omogočajo 
identifikacijo določenega posameznika, hranijo samo, dokler je to potrebno  (ENISA, 
2007, str. 20). 
Ob izbrisu profila uporabnika, mora ponudnik storitev socialne mreže takoj izbrisati 
podatke tega uporabnika. Prepovedana je tudi hramba informacij, ki jih uporabnik izbriše 
ob posodobitvi svojega profila. Preden se te podatke izbriše, mora biti uporabnik o tej 
nameri obveščen (po Delovni skupini za varstvo podatkov iz člena 29, 2009, str. 11).  
 
                                                 
46 »Status« na Facebooku označuje naše trenutno početje, našo misel ipd. 
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Facebook vse podatke, ki smo jih sicer zbrisali, še naprej hrani v  svojih bazah. Ti podatki 
naj bi tam obstajali neko razumno obdobje, vendar naj ne bi bili vidni drugim 
uporabnikom (po Facebook, 2011a). 
Facebook na svojih straneh ne ponuja jasnih navodil za izbris računa. Med nastavitvami 
računa omogoča zgolj deaktivacijo/onesposobitev računa, ki naj bi onemogočila naš profil, 
naše ime in slike s spletne strani Facebook. Po izbiri deaktivacije našega računa Facebook 
še vedno hrani naš profil, vendar ta ni viden ostalim uporabnikom Facebooka. Če 
izberemo to možnost, smo opozorjeni, da nas po deaktivaciji našega uporabniškega 
računa, naši prijatelji še vedno lahko označijo na fotografijah ter nam pošljejo vabila za 
obisk prireditve ali vključitev v skupine. S fotografij, na katerih smo označeni, se ne 
moremo odznačiti, razen, če reaktiviramo svoj uporabniški račun. Menim, da zaradi te 
poteze Facebook premami kar nekaj ljudi, da se poslužijo te možnosti. Ob deaktivaciji 
računa prejmemo elektronsko sporočilo, ki vključuje napotke za reaktivacijo 
uporabniškega računa (glej Slika 5).  
Slika 5: Navodila za reaktivacijo uporabniškega računa 
 
Vir: Lasten (moj elektronski račun) 
Za trajen izbris podatkov se moramo poslužiti izbrisa računa. Možnost za ta korak se 
skriva na straneh za pomoč uporabnikom, ko v iskalno okence vtipkamo ključne besede 
»izbriši moj uporabniški račun« ali med pogostimi vprašanji poiščemo opcijo »izbriši 
račun« (glej Slika 6). Ko kliknemo na besedilo, obrobljeno z rdečo, se dokopljemo do 
navodil za izbris računa. Facebook naš račun za obdobje 14 dni deaktivira in v kolikor se v 
tem času ne prijavimo na Facebook, je naš račun dokončno izbrisan. 
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Slika 6: Izbris uporabniškega računa 
Vir: Lasten (moj Facebook račun) 
Facebook torej ne omogoča enostavnih navodil za izbris računa, niti ne omenja te 
možnosti tam, kamor bi vsebinsko spadala47. Do te možnosti se moramo dobesedno 
dokopati. Poleg tega, tudi potem, ko podatke izbrišemo, naše podatke še vedno hrani. S 
tem krši našo pravico do zasebnosti. 
 
6.2 NASVETI ZA ZASEBNOSTI PRIJAZNO UPORABO FACEBOOKA 
 
V prejšnjem podpoglavju smo prišli do ugotovitve, da Facebook med drugim ne zagotavlja 
zasebnosti prijaznih privzetih nastavitev. Omogoča pa nam, da le-te spremenimo in jih 
napravimo bolj zasebnosti prijazne. V nadaljevanju bom najprej podala napotke za 
spreminjanje privzetih nastavitev zasebnosti. Na koncu tega poglavja bom podala nekaj 
nasvetov za odgovorno uporabo Facebooka in razlogov za tehten premislek pri objavljanju 
gradiv. 
 
6.2.1 SPREMINJANJE PRIVZETIH NASTAVITEV ZASEBNOSTI 
 
Facebook je maja 2010 na pobudo uporabnikov poenostavil in razširil možnost 
spreminjanja privzetih nastavitev zasebnosti. Odtlej dalje uporabniki lahko določimo, kdo 
lahko vidi določene elemente našega profila (glej Facebook, 2011b). 
                                                 
47 Pod deaktivacijo uporabniškega računa. 
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Popotovanje spreminjanja privzetih nastavitev zasebnosti začenjamo s klikom na gumb 
Uporabniški račun, kjer med spiskom možnih izbir izberemo ikono Nastavitve zasebnosti 
(glej Slika 7). 
 
Slika 7: Nastavitve zasebnosti 
 
Vir: Lasten (moj Facebook profil) 
 
Odpre se nam stran, kjer lahko izberemo svoje nastavitve zasebnosti (glej Slika 1). Vidimo 
lahko kakšne so privzete nastavitve zasebnosti, kar je že bilo dodobra opisano. Nastavitve 
zasebnosti bom razdelila v naslednje skupine (glej Slika 1): 
 
1. Povezovanje na Facebooku, 
2. Skupna raba na Facebooku, 
3. Aplikacije in spletne strani, 
4. Seznam blokiranih. 
 
Povezovanje na Facebooku 
 
Prva skupina nastavitev zasebnosti, »Povezovanje na Facebooku« (glej Slika 2), nam 
omogoča nastavitev osnovnih informacij, s katerimi nas bodo naši prijatelji lahko našli na 
Facebooku. Tako lahko izberemo katere kategorije oseb48 (glej Slika 2): 
 
 nas bodo lahko poiskale na Facebooku, 
 nam bodo lahko poslale prošnjo za prijateljstvo, 
 nam bodo lahko poslale sporočilo, 
 bodo lahko videle naš seznam prijateljev, 
 si bodo lahko ogledale podatke o naši izobrazbi in delu, 
 bodo lahko dostopale do podatkov o našem domačem kraju in o kraju našega 
bivanja, 
 bodo lahko videle kaj nam je všeč in s čim se ukvarjamo. 
 
Priporočam, da za vse kategorije informacij izberemo možnost »Samo prijatelji« (glej Slika 
8). Morda se vam to zdi absurdno še posebej za prvi dve kategoriji informacij. Sem 
mnenja, če želimo skleniti prijateljstvo z nekom, je najbolje, da to storimo sami, ne pa na 
pobudo drugih. Če želite, da vsi drugi lahko najdejo in pošljejo prošnjo za prijateljstvo, pa 
za prvi dve kategoriji izberite možnost »Prijatelji prijateljev«. Ta izbira prepreči, da bi vašo 
profilno sliko, uporabniško ime in druge podatke videli popolni neznanci, ki bi vam lahko 
ukradli identiteto ali vam kako drugače škodovali.  
 
                                                 
48 Kategorije oseb: vsi, prijatelji prijateljev ali  prijatelji. Lahko tudi vidnost omejimo samo določenim osebam 
ali jo dovolimo samo določenim osebam.  
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Slika 8: Kategorije oseb 
 
Vir: Lasten (moj Facebook profil) 
 
Sedaj s klikom na gumb »Predogled profila« (glej Slika 1) preverite, kako vaš profil vidi 
večina ljudi. Preverite tudi, kako vaš profil vidijo določene osebe. Vtipkajte npr. ime 
prijatelja enega izmed vaših  prijateljev. Tako lahko preverite, če spremembe nastavitev 
res delujejo (glej Slika 9). 
 
Slika 9: Preverite, kako vaš profil vidijo določene osebe 
 




Sedaj se posvetimo drugi skupini nastavitev zasebnosti, »Skupni rabi«, ki uporabnikom 
daje možnost, da izberemo, kdo lahko vidi in komentira stvari, ki jih deliš ter podatke na 
zidu oziroma kjer smo označeni. S klikom na z rumeno barvo obrobljeno ikono »Uredi 
nastavitve« (glej Slika 1) lahko reguliramo deljenje naslednjih skupin podatkov: 
 
 »Stvari, ki jih delimo mi« (glej Slika 10): 1. moje objave (vključno s 
posodobitvami stanja in fotografijami), 2. družina, 3. razmerja, 4. zanimajo me, 5. 
biografija in najljubši citati, 6. spletna stran, 7. politična in verska prepričanja, 8. 
datum rojstva, 9. kraji, kjer se pojaviš; 
 »Stvari, ki jih delijo ostali« (glej Slika 11): 1. slike in video posnetki, na katerih 
si označen/a, 2. dovoljeno komentiranje tvojih objav (vključeni posodobitve 
statusa, objave prijateljev in fotografije), 3. predlagaj moje slike prijateljem (ko 
slike izgledajo kot moje, predlagaj moje ime)49, 4. prijatelji lahko objavljajo na 
mojem zidu50, 5. prikaz objav na zidu od prijateljev, 6. prijatelji me lahko prijavijo 
v mesta51; 
 »Kontaktni podatki« (glej Slika 12): 1. Naslov, 2. IM nadimek, 3. elektronski 
naslov 
 
Za vse izmed naštetih kategorij (razen možnost prijave v mesta), lahko vidnost omejimo 
na:  
 
 vse,  
 prijatelje naših prijateljev,  
 samo prijatelje,  
                                                 
49 Sistemi za zaznavanje obraza lahko prepoznajo podobnosti osebe na fotografiji, ki jo je naš prijatelj pravkar 
objavil in med kakšno izmed fotografij, na kateri smo označeni. Facebook je razvil dokaj dober sistem 
zaznavanja obrazov. Čim objavimo nov album, nam predlaga imena ljudi na slikah, kar stori s primerjavo 
potez obraza na drugih slikah. S to potezo naj bi objavitelju slike prihranil čas za ročno označevanje.  
50 Tu obstaja zgolj opcija omogoči ali neomogoči. 
51 Prijatelji lahko označijo in vidijo na določenem mestu. Facebook nas bo obvestil, ko nas bodo prijatelji 
označili in nikoli ne bo samodejno izpostavil naše lokacije. 
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 po meri (znotraj zasebnosti po meri imamo dve možnosti: 1. vidnost lahko 
omejimo na vse izmed zgoraj naštetih kategorij ali samo nase, 2. vidnost lahko 
skrijemo pred določenimi osebami).  
 
Na Sliki 10, Sliki 11 in Sliki 12 lahko vidimo, kakšne so privzete nastavitve vidnosti objav in 
kontaktnih podatkov. Ni težko ugotoviti, da smo znova priča zasebnosti neprijaznim 
nastavitvam, zato priporočam, da jih spremenimo.  
 
Priporočam, da kategorije informacij s Slike 10 omejimo samo na naše prijatelje. Poleg  
tega želim izpostaviti možnost omejitve vidnosti albumov in videov, ki jih je v osnovi 
dobro omejiti na prijatelje. Sama se rada poslužujem tudi možnosti, da vidnost albumov 
omejim samo na osebe, ki se v teh albumih pojavljajo. 
 
Slika 10: Vidnost objav, ki jih delim jaz 
 
Vir: Lasten (moj Facebook profil) 
 
Če uporabljate privzete nastavitve, se pogosto lahko znajdete v situacijah, ko drugi pred 
vami vidijo slike ali video posnetke v katerih ste označeni. Recimo, da se vam ta slika ali 
video posnetek ne dopade in vam je neprijetno, da so to objavo videli drugi. Želite si, da 
se to ne zgodilo. Ne glede na to, da ste pozneje oznako odstranili, časa ne morete zavrteti 
nazaj. Drugi so videli nekaj, kar vam vzbuja občutek nelagodja. Temu se lahko izognete 
na ta način, da vidnost slik in video posnetkov, v katerih vas označijo drugi, omejite samo 
nase. Svetujem tudi, da onemogočite predlaganje vaših slik drugim osebam ter da omejite 
vidnost vaših objav na drugih »Zidovih« samo na vaše prijatelje (glej Slika 11). 
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Slika 11: Vidnost objav, ki jih delijo drugi  
 
Vir: Lasten (moj Facebook profil) 
 
Vidnosti kontaktnih podatkov po mojem mnenju ni potrebno spreminjati, saj že privzete 
nastavitve le-to omejujejo na naše prijatelje (glej Slika 12). 
 
Slika 12: Vidnost mojih kontaktnih podatkov 
 
 Vir: Lasten (moj Facebook profil) 
 
Tu bi znova opozorila na praktičnost možnosti, da vidnost določene kategorije podatkov 
skrijemo pred določenimi osebami. Pogost problem za najstnike nastopi, ko si njihovi 
starši ustvarijo svoj profil na Facebooku in jim pošljejo prošnjo za prijateljstvo. Če otroci 
sprejmejo dobljeno prošnjo za prijateljstvo, lahko pride do neprijetnih situacij in starši 
izvedo stvari o svojih najstnikih, ki bi jih le-ti raje zamolčali. Rešitev tega problema je, da 
se najstnik posluži možnosti, da določene kategorije podatkov pred svojimi starši skrije. 
Priporočam, da preverite, če nastavitev res deluje (glej Slika 9). 
  
Kot sem že omenila, nam je na voljo predogled profila, kot ga lahko vidijo drugi 
uporabniki Facebooka, ki pa niso naši prijatelji. Ugotovila sem, da nastavitve zasebnosti 
ne funkcionirajo v primeru Facebook elektronskega naslova. Za ta elektronski naslov sem 
namreč označila, da ga lahko vidijo samo moji prijatelji. Ko sem opravila predogled 
svojega profila, pa sem ugotovila, da je dejansko še vedno viden vsem, kot je določeno s 
privzetimi nastvaitvami zasebnosti. 
 
Aplikacije in spletne strani 
 
Na Facebooku so v skladu s privzetimi nastavitvami uporabnikovo ime, prikazna slika, spol 
in omrežja vidni vsem. Poleg tega imajo aplikacije po privzetih nastavitvah dostop do 
seznama prijateljev in vseh podatkov, ki jih uporabnik deli z vsemi. Po mojem mnenju je 




Tretja skupina nastavitev zasebnosti, »aplikacije in spletne strani«, nam omogoča 
spremembo privzetih nastavitev v okviru naslednjih kategorij (glej Slika 13): 
 aplikacije, ki jih uporabljamo (sama sem povsem nezavedno52 okoli tridesetim 
aplikacijam dovolila, da komunicirajo z mojim računom na Facebooku; tu sem 
naletela na dve možnosti: a.  da izbrišem vse aplikacije naenkrat, b. da ročno 
odstranim vsako izmed njih);  
 informacije, ki so dostopne preko naših prijateljev ((glej Slika 14) omejimo 
lahko vidnost našega spola, datuma rojstva, družine in razmerij, spremembe 
statusa, če smo nedosegljivi, naše slike, video posnetke in še mnogo več)53; 
 aktivnost v igrah in aplikacijah (tu lahko izberemo, katere kategorije oseb 
lahko vidijo našo nedavno aktivnost v igrah in aplikacijah); 
 »sprotna personalizacija«54 (priporočam, da to aplikacijo izključite); 
 javno iskanje (izberemo lahko, ali bodo ljudje, ko vpišejo naše ime in priimek v 
iskalnik, videli predogled našega profila ali ne; priporočam, da jim to 
onemogočimo). 
 
Slika 13: Nastavitve zasebnosti – aplikacije, igre in spletne strani 
 
Vir: Lasten (moj Facebook profil) 
                                                 
52 Tu ne moremo mimo pripombe, da se sicer uvrščam med previdne in skeptične uporabnike Facebooka. 
53 Priporočam, da odkljukate vse kategorije informacij; čeprav vam Facebook dopoveduje, da boste doživeli 
boljšo socialno izkušnjo, v kolikor boste delili več informacij o sebi. Ta aplikacija je zaživela konec januarja 
2011. 
54 Facebook  zaenkrat na tem področju sodeluje z naslednjimi spletnimi stranmi: Bing, TripAdvisor, Clicker, 
Rotten Tomatoes, Docs.com, Pandora, Yelp in Schrib. Ti Facebookovi partnerji lahko uporabljajo vse naše 
javno dostopne informacije, za »bolj osebno« doživetje ob našem obisku njihove spletne strani. Za nas 
pomembne informacije se nam prikažejo takoj , ko obiščemo neko spletno stran. 
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Slika 14: Odkljukajmo vsa okenca 
 
Vir: Lasten (moj Facebook profil) 
 
Pozanimajmo se, na kakšen način so naši osebni podatki uporabljeni in v kolikor ne želimo 
biti tarča neposrednega marketinga, spremenimo privzete nastavitve na tak način, da se 




Četrta skupina nastavitev zasebnosti, »seznam blokiranih«, nam omogoča tri kategorije 
blokiranja določenih oseb (glej Slika 15): 
 
 blokiranje uporabnikov (ko enkrat blokiramo nekoga, ta oseba ne more več biti 
naš prijatelj na Facebooku, prav tako pa se z nami ne more povezati (razen v 
aplikacijah in igrah, ki jih oba uporabljata)); 
 blokiranje povabil aplikacij (ko enkrat blokiramo povabilo za aplikacijo od 
nekoga, bomo avtomatsko ignorirali vse prošnje za aplikacije od tega prijatelja); 
 blokiraj povabila dogodkov (čim enkrat blokiramo povabilo nekoga, 
avtomatično ignoriramo vsako nadaljnjo prošnjo te osebe). 
 
V kolikor nam nekdo, čeprav ga nikoli nismo dodali med prijatelje ali pa smo ga zbrisali z 
našega seznama prijateljev, povzroča preglavice, priporočam, da temu naredite konec. To 
lahko storimo zaradi vzrokov, npr. ker ne želimo, da ta osebe ve, da imamo svoj račun na 
Facebooku ali ker ne želimo, da vidi našo profilno sliko. Tega uporabnika lahko blokiramo. 
 
Kadar nam kdo kljub naši prošnji, naj nam preneha pošiljati vabila za aplikacije, le-te še 
vedno pošilja, lahko blokiramo povabila za aplikacije s strani te osebe. 
 
Zna se zgoditi, da nam nekdo ves čas pošilja povabila na dogodke, kar nam pošteno 
načenja živce. Če tudi tu ne zaleže lepa beseda, se lahko poslužimo možnosti blokiranja 
povabil na dogodke te osebe. 
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Slika 15: Seznam blokiranih 
 
Vir: Lasten (moj Facebook profil) 
 
6.2.2 NASVETI ZA ODGOVORNO UPORABO FACEBOOKA  
Zavedati se je treba, da previdnost pri ravnanju z osebnimi podatki ni nikoli odveč. Zato je 
potreben temeljit premislek komu in v kolikšni meri jih zaupamo. Star slovenski rek 
namreč pravi, da je po toči zvoniti prepozno. Največji varuhi naših osebnih podatkov niso 
zakoni in ostali pravni akti – temveč  mi sami. Pomislite, preden preko spletnih omrežij, 
kot so Facebook, MySpace in Linkedln, razkrivate, kaj počnete, kam zahajate, kaj vas 
veseli in člani katerih političnih strank ste. Splet zgolj navidezno daje občutek zasebnosti, 
oddaljenosti in nedostopnosti. Osebne podatke, ki jih tam obljavljamo, berejo ljudje iz 
mesa in krvi, ki jih lahko uporabijo v zle namene. Zanimivo je, da nekdo na svoj profil 
napiše nekaj osebnega in to lahko vidi vseh 300 njegovih prijateljev na tem omrežju, ne bi 
pa nikoli povedali tega gruči dvajsetih ljudi, ki ta hip stojijo pred njim. Na podlagi vsega 
povedanega v pričujoči diplomski nalogi bom podala nekaj nasvetov za odgovorno 
uporabo Facebooka. Za optimalen rezultat namreč ni dovolj, da samo spremenite privzete 
nastavitve zasebnosti, svojo zasebnost lahko dodatno zavarujete tudi z upoštevanjem 
sledečih priporočil. 
Preučite pogoje poslovanja ponudnikov storitev socialnih omrežij 
 
Vsako socialno omrežje ima drugačne pogoje poslovanja, izjemnega pomena je, da se z 
njimi seznanimo, preden se včlanimo. Ni namreč pametno kupovati mačka v žaklju. Na 
pamet mi pade prispodoba z ženitvijo: svojega moža najprej dodobra spoznamo, preden 
se odločimo za poroko, pa še to nam ne daje zagotovila, da se ne bo čez noč spremenil. 
Če se zveza res ne bo obnesla, se bomo ločili. Vendar ločitev ne pomeni, da  nismo bili 
poročeni in da stvari, ki smo jih skupaj počeli, preprosto izginejo. Še vedno bodo obstajale 
neke povezave z njim, na primer otroci, skupno premoženje, spomini. Podobno je s 
članstvom v socialnih omrežjih. Vse slike, ki smo jih objavili, vse izjave, ki smo jih napisali, 
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bodo še vedno obstajale; zagotovo jih je nekdo videl, jih shranil in morda objavil kje 
drugje. 
Uporabite psevdonim namesto pravega imena 
Poslužujmo se uporabe psevdonimov, da se izognemo kraji identitete. Uporabljajmo 
različne psevdonime za različna socialna omrežja. Zanimivo se mi zdi, da Facebook 
zahteva, da uporabimo svoje resnično ime in priimek. Le kaj bodo z njima? 
 
Bodite previdni pri sprejemanje prošenj za prijateljstvo 
 
Za uporabnike socialnih omrežij včasih sprejemanje prošenj za prijateljstvo predstavlja 
breme. Za prijateljstvo jih lahko zaprosi na primer mama, sodelavec, nek znanec, ali 
popoln neznanec, s katerimi nimamo interesa vzpostaviti stika na spletnem omrežju. Če 
njihovo prošnjo zavrnemo, smo lahko tarča njihovega negodovanja, če pa jo sprejmemo, 
nam bo nelagodno. Nekateri uporabniki se poslužujejo strategije, da njihovo prošnjo sicer 
odobrijo, vendar to osebo pozneje zbrišejo s seznama svojih prijateljev. Ta strategija ni 
dobra, saj lahko te osebe to slej ko prej ugotovijo in njihova slaba volja bo še večja. 
Postavimo si lastne standarde in upoštevajmo zgolj svoje želje pri sprejemanju ponujenih 
prijateljstev (glej Childnet International, 2008, str. 21).  
 
Poleg tega imejmo v mislih, da se najde veliko primerov izprijencev, ki so se pod lažnim 
imenom izdajali za druge osebe. Leta 2009 je v Sloveniji odmeval primer, ko sta dva 
dvajsetletnika preko Facebooka pod lažnim imenom spoznala neko sovrstnico, se z njo 
srečala in jo posilila (Lovšin, 2009). Zato nikar ne dodajajmo neznancev in preverimo tudi 
profile vseh znancev ter ugotovimo, če so res tisti, za katere se izdajajo. 
 
Slika 16: Previdnost pri dodajanju »prijateljev« ni odveč 
 
Vir: Aljana Primožič 
 
Največ lahko k ohranitvi naše zasebnosti pripomoremo sami, in sicer s tem, da ne 
dodajamo za prijatelje ljudi, ki jih ne poznamo dobro ali jih sploh ne poznamo.  
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Trezno razsodite, kateri podatki so primerni za objavo 
Vzporedno s skrbno izbiro prijateljev gre tudi premišljeno objavljanje osebnih podatkov. 
Moderno je, da imamo čimveč prijateljev in da o sebi povemo čimveč podrobnosti. Uprimo 
se tej nesmiselni modi in v svoje dobro bodimo drugačni od večine. Izstopimo iz množice, 
ker nam ni vseeno, če vsi vedo vse o nas. Bodimo malce skrivnostni in rajši na primer 
objavljajmo samo verze, ki smo jih sami napisali. Sigurno bodo poželi več zanimanja in 
odobravanja kot pa, če bi napisali, kaj smo jedli za kosilo. 
Ko ste v dvomih, če je neka informacija primerna za objavo na spletnem omrežju kot je 
Facebook, pomislite, ali bi vam bilo lagodno, če bi to informacijo povedali svoji mami ali 
svojemu šefu. V kolikor temu ni tako, je raje ne objavite (po Vander Veer, 2010, str. 210). 
Skrbno selekcionirajte podatke, ki jih boste objavili. Pri tem se zgledujte po obnašanju 
gonilnih sil socialnih omrežij, kot je Mark Zuckerberg. Še posebej pazljivi bodite pri objavi 
imena, priimka, stalnega naslova in telefonske številke ter drugih občutljivih osebnih 
podatkov (po International Working Group on Data Protection in Telecommunications, 
2008, str. 7). 
Za vsako objavo določimo obseg vidnosti 
 
Facebook nam ponuja možnost, da pred vsako spremembo stanja, objavo fotografije, 
videa ali postavitve vprašanja določimo, kdo bo jo bo lahko videl (glej Slika 17). 
 
Slika 17: Poslužujmo se reguliranja obsega vidnosti objav 
 
Vir: Lasten (moj Facebook profil) 
 
Svoje geslo obdržimo zase 
 
Facebook v svojih pogojih uporabe veleva, naj svojega gesla ne delijo z drugimi 
(Facebook, 2011). Med izvajanjem delavnic za mlade v osnovnih in srednjih šolah sem 
opazila, da mnogi med njimi uporabljajo isto geslo za dostop do svojega elektronskega 
računa, Facebooka in prav to geslo so želeli uporabiti tudi za portal, ki sem jim ga 
predstavila. Opozorila sem jih, da je to nespametno, saj čim nekdo izve njihovo geslo ima 
dostop do vseh teh aplikacij in lahko v najmilejšem primeru v njihovem imenu komu kaj 
žalega napiše. Predlagam, da si za vsakega izmed portalov, spletnih omrežij in 
elektronskih računov, ki jih uporabljate, izmislite drugačno geslo. Poleg tega svoje geslo 
obdržite zase. Zadnja stvar, ki vam jo privoščim, je, da svoje geslo zaupate svojemu 
partnerju in da ta po končanju vajine zveze lahko prebira vašo pošto. 
 
Ustvarimo poseben elektronski račun samo za uporabo Facebooka 
 
Uporaba posebnega elektronskega računa samo za namene uporabe Facebooka zaščiti 
naš služben ali zaseben elektronski naslov pred naključno ali namerno krajo (po Vander 
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Veer, 2010, str. 210). Poleg tega ne bomo smetili drugih elektronskih računov z raznimi 
sporočili, ki jih lahko prejmemo Facebooka. 
 
Kontrolirajte dostop do svojega uporabniškega računa 
 
Ko se prijavljate na svoj Facebook račun, ne pozabite preveriti, če je okence pred 
»Zapomni si me«, odkljukano (glej Slika 18). V kolikor je okence ob prijavi obkljukano, si 
bo Facebook zapomnil naš elektronski naslov in naše geslo. Morda se nam to na prvi vtis 
zdi kot prihranek časa. Vendar v resnici to pomeni, če se pozabimo odjaviti, naši podatki 
ostanejo shranjeni in tisti, ki računalnik uporablja za nami, lahko dostopa do našega 
uporabniškega računa in nam kakšno zagode (po Vander Veer, 2010, str. 211). 
 
Slika 18: Okence »Zapomni si me« naj bo ob prijavi odkljukano 
 
Vir: Facebook, 2011a 
 
Ko prenehamo uporabljati svoj Facebook račun, se nikar ne pozabimo odjaviti (glej Slika 
19). V kolikor računalnik samo ugasnemo, so naši podatki za prijavo lahko še vedno 
shranjeni. To povečuje možnosti za zlorabo našega računa (po Vander Veer, 2010, str. 
211). 
 
Slika 19: Ne pozabimo se odjaviti 
 
Vir: Lasten (moj Facebook profil) 
 
Spoštujmo zasebnost drugih uporabnikov 
 
Zavedati se moramo, da na svetu nismo sami in da naša dejanja vplivajo na druge ljudi. 
Pomislimo, preden objavimo fotografijo našega prijatelja, ker se nam preprosto zdi 
smešna, njemu pa bi morda zaradi nje lahko bilo nelagodno. Obstoječe stanje nam 
dovoljuje, da lahko slike drugih ljudi objavimo in tudi označimo osebe na njej. Na pamet 
mi pride lep rek: »Ne stori drugemu, kar ne želiš, da bi kdo storil tebi.« Pravično bi bilo, 
da bi osebo vprašali, če se strinja z objavo fotografije, na kateri se nahaja in če ga/jo 






Poznamo več dimenzij zasebnosti, pri preučevanju socialnih omrežij pa sta ključnega 
pomena informacijska in komunikacijska dimenzija zasebnosti. O nedovoljenih posegih v 
zasebnost govorimo, kadar bodisi zbiramo bodisi distribuiramo informacije, za katere se 
ne pričakuje in ne spodobi, da jih zbiramo. Vrednote se s časom spreminjajo in ljudje se 
odrekajo zasebnosti, da bi nastopili v resničnostnih šovih in bili opaženi ter sami opazovali 
druge.   
 
Z razvojem informacijske tehnologije smo vedno bolj izpostavljeni nadzoru. Zaradi želje po 
optimalni organizaciji poslovanja so podjetja že stoletje nazaj začela obdelovati podatke o 
potrošnikih. Razvoj tehnologije je omogočil povečanje obsega in pocenitev zbiranja in 
obdelave podatkov, zato je nadzor lahko postal večji. Hkrati imajo danes, predvsem zaradi 
nadzorovanja potrošnikov, podatki in informacije tržno vrednost. Zbrani podatki imajo še 
večjo težo, ker jih je mogoče medsebojno povezovati. Podjetja tako kupljene informacije 
uporabijo za namene neposrednega marketinga. Ti podatki, ki jih uporabniki socialnih 
omrežij objavljajo o sebi, so tudi bolj točni in pravilni od tistih, pridobljnih na podlagi 
anket in analiz stanja. Ponudniki socialnih omrežij bogatijo na račun prodaje podatkov, ki 
jih uporabniki sami objavljamo. Številne raziskave so pokazale, da se uporabniki v veliki 
meri niti ne zavedajo, kaj s tem počno.  
 
Tempo življenja nam ne omogoča dovolj časa za ohranjanje stikov, zato se poslužujemo 
uporabe socialnih omrežij. Socialna omrežja nam torej olajšujejo ohranjanje in omogočajo 
navezovanje novih ali obujanje že davno izgubljenih stikov. Omogočajo nam deljenje 
izkušenj, informiranje o dogodkih nam dajejo občutek, da smo del neke velike srečne 
družine. 
 
Socialna omrežja predstavljajo medijsko posredovano javnost, za katero je značilna 
trajnost zapisov, možnost iskanja, prenosljivost podatkov ter nevidno občinstvo. Poleg 
tega smo z uporabo socialnih omrežij izpostavljeni številnim nevarnostim: kraja identitete, 
zloraba podatkov na našem profilu od tretjih oseb (npr. bodočih delodajalcev), 
interoperabilnosti, obsoječim težavam na internetu ter pogosto napačnemu dojemanju 
obsega vidnosti naših objav. Zaradi vsega naštetega, bi morala biti pravica do varstva 
zasebnosti na socialnih omrežjih še bolj spoštovana kot drugje.  
 
Čeprav sodobni družbi pravimo tudi družba nadzora, ljudje ne želijo biti ves čas 
nadzorovani. To jim omogoča spoštovanje pravice do zasebnosti, ene izmed temeljnih 
človekovih pravic. Številni teoretiki poudarjajo pomembnost in veličino pravice do varstva 
zasebnosti.  Pravica do varstva zasebnosti je najpogosteje določena kot meja, do katere 
lahko družba vdre v posameznikove zadeve. Je ena izmed temeljnih človekovih pravic in 
je ljudem zagotovljena v številnih pravnih aktih. Vendar pa se konča v primeru privolitve 
posameznika. Posameznik namreč ni upravičen do varstva, če je privolil v objavo dejstev 
ali podatkov iz svojega zasebnega življenja. Ta privolitev je morala biti izrecna in zavedna. 
Torej privolitev ne velja, če posameznik ni vedel, da bodo njegovi osebni podatki 
objavljeni. Facebook je pravila skušal zaobiti na ta način, da je spremenil privzete 
nastavitve zasebnosti v smer odprtosti profilov. Zdaj je namreč večina podatkov, ki jih 
uporabnik objavi ali jih o njem objavijo drugi, vidna vsem uporabnikom svetovnega spleta. 
Raziskave kažejo, da se uporabniki zgolj v manjši meri poslužujejo spreminjanja privzetih 
nastavitev zasebnosti in se niti ne zavedajo, kako širokemu krogu ljudi svoje podatke 
dajejo na vpogled. Zato so pristojni organi, kot so ENISA, Berlinska mednarodna delovna 
skupina za varstvo podatkov v telekomunikacijah ter Delovna skupina za varstvo 
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podatkov, nastala na podlagi 29. člena Direktive 95/46 ES, podala številna priporočila za 
zagotavljanje pravice do zasebnosti na socialnih omrežjih. Na podlagi upoštevanja teh 
priporočil sem ugotovila, da jih Facebook v veliki meri ne upošteva. Najhujša kršitev je, da 
uporabnikom ponuja zasebnosti neprijazne privzete nastavitve. Poleg tega omogoča 
označevanje uporabnikov na slikah brez njihove predhodne privolitve. Hrani tudi podatke 
neuporabnikov in jim za namene neposrednega trženja pošilja elektronska sporočila. Kljub 
številnim primerom kraje identitete uporabnikom prepoveduje uporabo psevdonimov in od 
njih zahteva zgolj navajanje resničnih osebnih podatkov. Obdeluje tudi občutljive osebne 
podatke uporabnikov, kot so politično in versko prepričanje, ne da bi podal opozorilo, da 
je navedba teh podatkov nepotrebna. Uporabnikom niti ne omogoča možnosti izbire med 
plačilom članarine ali sekundarno uporabo njihovih osebnih podatkov. Z aplikacijami 
»Novice«, »Prijateljevanje« in »Pretekla posodobitev stanja« uporabnika izpostavlja in mu 
povzroča občutek nelagodja. Zasebnost se namreč nanaša tudi na občutek ranljivosti 
posameznika ob uporabi njegovih podatkov. Poleg vsega že naštetega pa ne ponuja 
jasnih navodil za izbris uporabniškega računa, uporabnik se mora do njih dobesedno 
dokopati. Čeprav bi v skladu z Direktivo 95/46 ES moral prenehati voditi evidenco 
podatkov pravkar nastalih neuporabnikov, Facebook te podatke še naprej obdeluje. Na 
podlagi vsega povedanega v tem odstavku in z uporabo raziskovalnih metod, navedenih v 
prvem poglavju, sem torej uspela potrditi hipotezo, da Facebook ne zagotavlja zasebnosti 
v zadostni meri. 
 
Podala sem nasvete za varno in zasebnosti prijazno uporabo Facebooka. Ta je mogoča na 
podlagi spreminjanja zasebnosti neprijaznih privzetih nastavitev zasebnosti. S slikami in 
konkretnimi napotki in predlogi sem uporabnikom pokazala pot, ki jih lahko pripelje do 
zasebnosti dokaj prijaznih nastavitev zasebnosti. Poleg tega sem predstavila nasvete za 
odgovorno uporabo Facebooka. Uporabnikom sem predlagala, da pred vključitvijo na 
socialno omrežje prebejo pogoje poslovanja tega omrežja. Kljub prepovedim, sem jim 
predstavila izbiro psevdonima kot edino pametno izbiro uporabniškega imena. Opozorila 
sem jih na previdnost in  kritičnost pri sprejemanju prošenj za prijateljstvo in objavljanju 
osebnih podatkov. Predstavila sem možnost določitve obsega vidnosti za vsako objavo 
posebej kot izredno uporabno rešitev mnogih težav. Nisem pozabila niti na praktičen 
predlog, da za namene uporabe Facebooka ustvarijo poseben elektronski račun ter da 
svojega gesla ne zaupajo nikomur. Nazadnje sem uporabnikom svetovala, da se ne 
poslužujejo pomnenja podatkov, potrebnih za prijavo in naj se ne pozabijo vsakič znova 
odjaviti. S tem sem potrdila hipotezo, da uporabniki Facebooka lahko korenito 






V diplomski nalogi sem ugotovila, da je zasebnost nujna dobrina v demokratičnih državah, 
ki ljudem omogoča občutek mirnosti, saj vedo, da niso ves čas in v vseh okoliščinah tarča 
nadzorovanja kot se je zgodilo Trumanu v Truman's showu. Ljudje smo svobodni v okviru 
zasebnosti, ki nam je na voljo in to nam daje občutek psihološke mirnosti, da smo lahko, 
kar smo. Številni teoretiki so zasebnost poskušali obrazložiti, vendar so se v njihovih 
utemeljitvah vedno našle vrzeli. 
 
Temelje varovanja zasebnosti v sodobnem času je postavila Splošna deklaracija 
človekovih pravic iz leta 1948. Pravica do varstva zasebnosti je zaščitena s številnimi 
pravnimi akti. Poleg Splošne deklaracije človekovih pravic jo urejajo še druge mednarodne 
pogodbe: Mednarodni pakt o državljanskih in političnih pravicah, Evropska konvencija o 
varstvu človekovih pravic in temeljnih svoboščin, Konvencija Sveta Evrope o varstvu 
posameznikov glede na avtomatsko obdelavo podatkov, Maastrichtska pogodba, Pogodba 
o ustavi za Evropo, Direktiva 95/46/ES, Direktiva 2002/58/ES. Pravne podlage za urejanje 
pravice do zasebnosti je torej precej, Facebooku pa vseeno uspe najti vrzeli in pretentati 
ne le svojih uporabnikov, temveč tudi organe za varstvo osebnih podatkov. Opozorila sem 
na številne sporne primere ravnanja Facebooka v povezavi z zasebnostjo tako svojih 
uporabnikov kot tudi neuporabnikov. 
 
Ne moremo si zatiskati oči pred dejstvom, da se trendi družbe spreminjajo in da so 
socialna omrežja postala pomemben del našega vsakdanjika. Zaradi svoje narave in 
popularnosti so pritegnila zanimanje številnih strokovnjakov s področja zasebnosti. Med 
drugim so botrovala nastanku Delovne skupine za varstvo osebnih podatkov iz člena 29, 
ENISE ter Berlinske mednarodne delovne skupine za varstvo podatkov v telekomunikacije. 
Večine teh pravil Facebook ne upošteva. Zato bi bilo smiselno razmišljati o sprejemu 
mednarodnega pravnega akta o varstvu pravice do zasebnosti na socialnih omrežjih. 
Vsebina teh priporočil bi bila del predlaganega mednarodnega pravnega akta in bi v taki 
obliki torej morala biti upoštevana. Sicer bi Facebook postal žrtev sodnega pregona in 
končno bi doživeli tudi ta dan, ko tožba ne bi bila ovržena. 
 
Edino pravilno bi bilo, da bi Facebook spremenil privzete nastavitve zasebnosti. Tako bi 
tudi tistim uporabnikom, ki niso na tekočem s spremembami, zagotovil, da imajo svoj 
profil kar se da zaseben. Tistim, ki pa bi želeli razkriti več informacij o sebi, pa bi bila še 
naprej omogočena možnost razširitev vidnosti profila in deljenja osebnih podatkov s 
tretjimi osebami. Seveda ne moremo pričakovati, da bo nekdo vodil tako zahteven projekt 
zastonj. Prodaja podatkov ni niti edina, niti najboljša možna izbira. Uporabnikom bi 
namesto deljenja podatkov s tretjimi osebami morala biti omogočena možnost plačila 
članarine. Tako bi bilo pravično zadoščeno vsem. 
 
Facebook je postal fenomen sodobnega časa, saj je uspel pritegniti precejšno maso ljudi v 
svoje vrste. Ko je nabral neko kritično maso uporabnikov, je svoje storitve pričel tržiti s 
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prodajanjem osebnih podatkov za namene neposrednega trženja. Tako nam Facebook 
profil krasijo razni oglasi, oblikovani posebej za nas. Uporabniki še vedno vidimo številne 
pozitivne plati uporabe tega socialnega omrežja, zato se mu ne želimo kar tako odreči. 
Moramo pa se ga naučiti pravilno uporabljati. V pričujočem diplomskem delu sem podala 
številne nasvete, kako lahko Facebook kar se da varno in naši zasebnosti prijazno 
uporabljamo. Dosedanje raziskave žal kažejo, da uporabniki ne spreminjajo privzetih 
nastavitev zasebnosti v zadostni meri. Nasveti za varno uporabo Facebooka že obstajajo, 
vendar ne v tako razširjeni obliki, kot je ta. Menim, da bi morale pristojne institucije več 
storiti za osveščanje javnosti o nevarnostih spletnih socialnih omrežij. Konec koncev pa je 
vsak odgovoren zase. Torej človeku lahko pokažeš pravo in varno pot, vendar se mora 
sam podati nanjo. Če še naprej hodi po nevarnih stranpoteh, mora za to sam prevzeti vsaj 
delno odgovornost. 
 
V diplomskem delu sem raziskala, kako je z zagotavljanjem pravice do varstva zasebnosti 
na Facebooku pri ponudniku tega socialnega omrežja. Predmet nadaljnjih raziskovanj bi 
lahko bilo varstvo pravice do zasebnosti med ponudniki aplikacij. Še posebej zanimivo bi 
bilo raziskati, v kakšni meri uporabniki razumejo in upoštevajo pravico do zasebnosti 
drugih uporabnikov. Jih torej prosijo za privolitev v označbo njihovega imena na sliki ali na 
video posnetku? Zavedam se, da s tem diplomskim delom preučevanje Facebooka še 
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