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ABSTRAK 
Router memegang peranan penting dalam sebuah JOrmgan. Jika router 
mengalam1 suatu masalah dapat bera/abat terhambatnya lalu lmtas data dalam 
suatu )Ortngan. Untuk mengatasi masalah sebuah router, Cisco mengembangkan 
suatu s1stem Hot Standby Router Protocol (HSRP). Namun HSRP m1 belum 
d1milik1 oleh router komputer. Padahal harga komputer leb1h murah daripada 
router hardware. 
Semt HSRP mentpakan suatu metode yang diimplementasikan pada router 
komputer dengan keterbatasan yang dimiliki oleh sebuah komputer dimana 
sebuahrouter komputer tidak dapat mengirimkan pesan resign yang mengij"ikan 
router lain untuk menggantikannyaketika router komputer ini mengalami 
kegagalan. 
Dalam semi HSRP dibentuk suatu kelompok router yang memiliki subnet 
yang soma pada masing-masing interfacenya.Pada masmg-masing router 
dtjalankan apflkasi yang berfongsi untuk mengatur jalannya mekanisme HSRP. 
Aplikasi mi memung/ankan router-router tersebut dapat berhubungan untuk 
mengetahw apakah ada masalah yang terjadi pada router utama yang berfungsi 
untuk meneruskan data klien dengan menggunakan alamat virtual IP dan MAC. 
Dalam berhubungan router-router tersebut menggunakan komumkas1 broadcast. 
Keuka router utama mengalami kegagalan maka akan te7Jad1 pemilthan router 
herdasarkan prtorttas yang dimiliki oleh masmg-masing router. Router dengan 
prtOrttas tertmggi akan menjadi router utama baru. Router yang terpilrh tersebut 
melakukan penambahan IP yang digunakan sebagat v1rtual IP yang dikenali klien 
dan mengubah a lam at MAC yang sama dengan router utama sebelumnya. 
HSRP pada router hardware dapat diimplementasikan dengan sem1 HRSP 
pada routerkomputer. Sebagaimana halnya HSRP Cisco perpindahan router 
dapat dilakukan secara otomatis dengan perpindahan alamat JP dan MAC. 
Perpindahan router ini tidak dipengaruhi besamya lalu lintas jaringan dan 
jumlah router yang terdapat dalam satu kelompok. 
Kata kunci: Router, HSRP, MAC, IP 
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1.1 Latar Belakaog 
BABI 
PENDAHULUAN 
Router merupakan salah satu bagian yang penting dalam sebuah jaringan 
komputer dimana router dapat menghubungkan dua atau lebih jaringan yang 
memiliki subnet berbeda dengan topologi yang sama. Namun karena beberapa hal 
router tidak dapat menjalankan fungsinya dengan sebagaimana mestinya, 
misalnya : kabel terlepas, kabel rusak, dan mati. Kejadian ini dapat menghambat 
lalu lintas data dalam subnet jaringan yang berbeda dan dari subnet tersebut ke 
luar LAN untuk beberapa waktu sampai router tersebut dapat segera diperbaiki. 
Untuk mengatasi masalah tersebut, Cisco sebagai salah satu perusahaan 
yang memproduksi router membuat suatu sistem yang disebut Hot Standby 
Router Protocoi(HSRP). HSRP merupakan suatu sistem dimana terdapat 
kelompok router yang bergabtmg dengan satu pemimpin router dan yang lain 
sebagai router pengganti atau dapat kita sebut sebagai router standby. Jika 
pemimpin router ini mengalami kerusakan maka salah satu dari router standby 
otomatis menggantikannya. 
Beberapa router dalam bentuk perangkat keras berrnerek seperti Cisco, 
Intel, Proteon, Bay Network, 3Com beberapa diantaranya telah menerapkan 
HSRP. Namun harga router tersebut yang relatif tinggi sehingga tidak teijangkau 
oleh perusahaan kecil. 
2 
Pada saat ini telah tersedia router yang dibuat dari sebuah komputer 
dengan s1stem operasi Linux. Router dengan sistem operasi linux ini dapat dibuat 
dengan komputer yang memiliki spesifikasi hardware cukup rendah. Namun 
router tersebut belum memiJiki kemampuan HSRP. Oleh karena itu Tugas Akhir 
ini membuat aplikasi yang menerapkan HSRP pada router komputer dengan 
sistem operasi linux. 
1.2 Permasalabao 
a. Bagaimana mendesain suatu sistem yang dapat melakukan mekamsme 
Hot Standby Router Protocol (HSRP) dengan keterbatasan sebuah 
komputer dengan sistem operasi Linux. 
b. Bagairnana mendesain dan mengimplementasikan ke dalarn sebuah 
jaringan komputer. 
1.3 Batasan Masalab 
Dari pennasalahan-pennasalahan di atas, maka batasan dalam tugas akhir 
ini adalah: 
a. Pembuatan perangkat lunak ini dibuat pada komputer dengan sistern 
operasi linux. 
b. Uj i coba ini HSRP menggunakan dua buah komputer yang masing-
masing bertindak sebagai router standby dan router aktif 
c. Router ini tidak menangaru terputusnya data klien pada router aktif 
yang gaga! dan hal tersebut diserahkan pada mekanisme yang 
seharusnya terjadi pada suatujaringan. 
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d. Tugas Akhir ini tidak membahas perbandingan HSRP dengan sistem 
lain 
1.4 Tujuan dan Manfaat 
Tujuan pembuatan Tugas Akbir ini adalah membuat suatu perangkat lunak 
yang memiliki prinsip seperti HSRP pada Cisco pada komputer dengan sistem 
operasi Linux dan mengimplementasikannya dalam sebuah jaringan komputer 
sehingga kegagalan sebuah router padajaringan dapat teratasi . 
1.5 Metodologi 
Pembuatan tugas akhir tru dilakukan dengan mengikuti metodologi 
sebagai berikut: 
1.5.1 Studi literatur 
Pada tahap ini dipelajari prinsip penerapan HSRP pada Cisco, cara-cara 
mengembangkan perangkat lunak pada sistem operasi Linux terutama 
pemrograman socket dan kernel serta pengetahuan lain yang berhubungan 
jaringan komputer. Pembelajarao ini didapat baik dari buku-buku literatur, paper, 
manual Linux maupun beberapa artikel di internet. 
Pada tahap ini juga akan dipelajari metodologi dan algoritma yang akan 
digunakan dalam pembuatan perangkat lunak sehingga membantu pada tahap 
perancangan dan pembuatan perangkat lunak. 
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1.5.2 Perancangan hardware dan instalasi sistem operasi Linux 
Unruk membuat sebuah jaringan komputer dibutuhkan beberapa komputer 
yang saling terhubung dalam satu jaringan. Sehingga perlu dipersiapkan minimal 
4 buah komputer dengan kelengkapan hardaware agar dapat terhubung dengan 
jaringan. Pada tahap ini juga dilakukan insralasi komputer tersebut dengan sistem 
operasi Linux dimana ada komputer yang dipersiapkan khusus sebagai router dan 
ada pula yang dipersiapkan sebagai k.lien. 
1.5.3 Perancangan Algoritma 
Untuk membuat suaru sistem HSRP dibuat sebuah algoritma. Algoritma 
ini meniru prinsip kerja HSRP pada Cisco. 
1.5.4 Pembuatan Perangkat Lunak 
Pada tahap ini, dilakukan implementasi perangkat lunak berdasarkan 
rancangan yang telah dibuat pada tahap sebelumnya. 
1.5.5 U.ii Coba dan Evaluasi 
Pada rahap ini aplikasi yang telah dibuat diuji dengan parameter sebagai 
berikut : 
a. Kemampuan router aktif dalam mengirimkan pesan ke router standby 
b. Kemampuan router standby menggantikan router aktif. 
1.5.6 Penyusunan Buku Tugas Akhir 
Pada tahap terakhir ini disusun buku sebagai dokumentasi dari 
pelaksanaan rugas akhir. Dokumentasi ini juga dibuat sehingga bagi orang lain 
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yang ingin mengembangkan sistem tersebut bisa mempelajari dari dokumentasi 
tersebut. 
1.6 Sistematika Pembahasan 
Sistematika pembahasan mengenai perangkat ltmak yang dibuat dalam 
Tugas Akhir ini disusun dalam beberapa bab, yang dijelaskan sebagai berikut : 
BAB I Pendahuluan 
Bab ini berisi pendahuluan yang terdiri dari Jatar belakang, tujuan dan 
manfaat, perrnasalahan, metodologi pembuatan tugas akhir dan sistematika 
laporan. 
BAB ll Dasar Teori 
Bab ini memuat konsep dan teori pembelajaran yang menjadi landasan 
pembuatan Tugas Akhir ini. Dasar teori ini meliput pengertian tentang TCP/IP, 
pengalamatan IP, ARP, MAC, UDP, IOCTL, socket, CRC,router dan Hot Standby 
Router Protocol berdasarkan RFC2281 yang dikeluarkan oleh Cisco. 
BAB IH Desain dan lmplementasi Sistem 
Bah ini menguraikan bagaimana perancangan sistem Tugas Akhir ini yang 
meliputi deskripsi singkat aplikasi ini, komponen sistem dan mekanisme sistem 
ini. 
BAB IV Uji Coba dan Evaluasi Sistem 
Bab ini berisi bagaimana implementasi dari aplikasi yang telah dibuat 
berdasarkan desain sebelumnya. Di bab ini juga dijelaskan mengenai basil uji 
coba serta evaluasi terbadap sistem tersebut. 
6 
BAB V Kesimpulan dan Saran 
Bab ini terdiri dari dua bagian, yaitu kesimpulan dan saran. Bagian 
kesimpulan berisikan kesimpulan yang diambil oleh penulis dan bagian saran 
berisikan saran-saran yang diberikan oleh penulis untuk pengembangan Tugas 
Akhir ini selanjutnya. 
2.1 TCPfiP 
2.1.1 Definisi TCP/IP 
BARil 
DASARTEORJ 
Dalam berkomunikasi, komputer memerlukan suatu protokol yaitu suatu 
aturan untuk mengatur proses pengiriman data tennasuk proses inisialisasi, 
verifikasi, cara memulai dan memutuskan komunikasi. Salah satu protocol yang 
sering digunakan adalah TCPIIP. 
TCP singkatan dari Transmission Control Protocol dan IP singkatan dari 
In/erne/ Pro10col. TCP melakukan transmisi data per segmen, artinya paket data 
dipecah dalam jumlah yang sesuai dengan besaran paket, kemudian dikirim satu 
persatu hingga selesai. Pengiriman data akan dibungkus dalam paket dengan label 
berupa alamat IP si pengirim dan alamat IP penerima. 
Hampir seluruh hardware dan sistem operasi menerapkan protokol ini 
diantaranya Novel Netware, Mainframe IBM, Sistem Digital VMS, Server 
Microsoft Windows NT, Workstation UNIX, Linux dan FreeBSD. 
2.1.2 Sejarah TCP/IP 
Interne/ Protocol dikembangkan pertama kali oleh Defense Advanced 
Research ProJects Agency (DARPA) pada tahun 1970 sebagai awal dari usaha 
untuk mengembangkan protokol yang dapat melakukan interkoneksi berbagai 
jaringan komputer yang terpisah, dimana masing-masing jaringan tersebut 
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mcnggunakan teknologi yang berbeda. Protoko! utama yang dthastlkan proyek ini 
adalah lnlt!mel f>rolncnl (IP). R1set yang sama dikemhangkan pula yattu beherapa 
protokol/t!vl!l ting~ti yang didesain da})(\t bekefja dengan fP Yang paling penting 
dari proyek ter ebut adalah Tran,.mi~:~:,nn Cnntrn/ Prntncol (TC'P) dan sernua grup 
protokol diganti dengan TCPI!P suite. 
Selain DARPA, T('P/fP juga dikembangkan adalah Oepurlnwnl r?f"de.fense 
(OoO) OoO mer<tsakan kebutuhan akan suat\t komunikac:i di antara berbagai 
variasi komputer yg telah ada. Komputer-komputer DoD ini seringkali harus 
berhubungan antara satu organisasi peneliti dengan organisasi peneliti !ainnya. 
dan hantc: 1e1ap herhuhungan sehingga pertahanan negara tetap berjalan "elama 
terJad• hencan~ . seperti ledakan ntlklir Oleh karenanya pada tahun I Q()Q 
dnnulailah penehtmn terhadap serangkaian protokol dirn!'!n~ prntnknl jaringan 
komputer tersebut yang sama seka!i tidak terikat pada jenis komputer rnaupun media 
komunika"i yang digunakan 
Pada awalnya TC'P/ rp sebag<li h(lsit penelitian tersehut dapat beijalan 
dengan baik karena hanya menyediakan pelayanan dasar seperti file tran'fer, 
!'!ecJromc mat! dan remote logon. Namun ketika beberapa komputer dalam sebuah 
departemen menggunakan T('P/lP bersamaan dengan protokol lain dalam suatu 
r A \l tung-gal dimana komponen rP menyediakan routmg dan ciep11rtmen ke 
twf\1nrlr Pn/Prpr1W!. kemudian ke jaringan regional dan akhimya ke global 
mtemet, menyebabkan j!uingan komunikasi dapat rusak. Untuk mengatasinya, 
DOD mendesain T('PflP yang dapat memperbaiki dengan ottml,atis apabila ada 
nnde dan '\aluran telepon yang gagal 
Jaringan komputer menggunakan TCP!IP kini semakin berkembang 
<\f"irme hf"rkemhangnya internet Saat ini TCP/IP merupakan <;tandard pada sistem 
opel11"' I I IX ciengan disertakan sock~t libr~ry ,_mtt.1k programmer di I_NfX 
mengakes langsung ke TCP socket. 
2.1.3 Konsep Lapisan TCP/lP 
TCP/IP dihuat merujuk pada monel OpPn SystPm lnttq('Om't'ltnns (OST) 
OSJ memp~bn protokol yang rlihtll!t oleh lntnnotlf)nol \'trmrlnrdi::nttnn 
t>rgw-u:::( lllflt? OSO) yang merupakan badan dunia yang menangani masalah 
standansast protoko!. 
Application 
Presentatton + Application 
Session 
Transport Transport 
Network , Networ1< 
-Data Link Data Link 
Phys1cal Phys1cal 
Gambar 2. 1 Lapisan OSI dan TCPIIP 
Mesktpun TCP IP merujuk pada model OSI, TCP/ IP hanya terdiri atas 
hm~ t~ri"~" kump11ll\n protnknl y::~ne hf"rtinffbt "edangkan model OSI terdiri 
data !mk dan phystca!. Lapisan !rampt>r!. network, data !mk dan phy\·tca! TCPI!P 
c;ama dcngan lapisan OSI, sedangkan lapisan appllcatton pada TCP/IP merupakan 
gabungan tiga lapisan OSI. yairu app/{(·atmn, prew!ntatwn dan \f\'Wm (lihat 
gambar 2 I) 
2. 1.3.1 Lapisan Physical 
Lapisan ini merupakan media penghubung untuk mengirimkan infonnasi 
digital dRri satu komputer ke komputer lainnya yang secara fisik dapat kita lihat 
karena lapisan ini men1pRkan per:mgkM kertl'\ herupR ktlhel , F.themet,frame relay, 
I oken rm~ ISDN. jaringan ATM. radio. satelit atau alat lain yang dapat 
mentranster data dan ststem ke sistem. 
2. 1.3.2 l.apic;a n Oata Link 
Fungsi dan lapi'\an ini untuk mengamr hubungan antar komputer melalui 
menerjemahkan sinyal listrik menjadi data digital yang dapat dimengerti 
komputer. 
2. 1.3.3 l.apisan Network 
Lapisan ini bertanggung jawab dalam proses penguiman paket ke alamat 
yHng teptlt I Hpi'\Rn ini meltlknkan encap\1i/at10n paket dari tranv>Ort layer ke 
dalam IP (lata~ram dan menggunakan algoritma routmg untuk menentuka.n 
kemana data~ram hams dikirim. Masuknya data~ram diproses dan diperiksa 
kcsahannya sebelum melewarinya pada Japisan tranv)(m 
Pada lapisan ini rerdapat riga macam protokol, yaitu rP ARP dan lC'MP 
I P (Inti! met Pmtoc·o/) berft'mgsi unt\tk menyampaikan paket data ke alamat yang 
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tepat ARP (Address Resolution PrNoco/) ialah protokol dtgunakan untuk 
menem11kan alcunat hardware dari hrHI atau komputer yane rerletak pacta nP.twork 
yang "atna. Sedangkan ICMP (lnt~rnet r ·nntrn/ Me\'\O!{f! Prntocfl/) ialah protokol 
yang d1gunakan untuk wengirimkan pesan dan melaporkan kegagalan pengiriman 
!bta. 
2.1.3.4 Lapisan Transport 
I apisan i111 bertanggung jawab untuk berkomtnlikasi antara aplikasi. 
Se!ain itu. juga mengatur a!uran informasi dan menyedtakan pemeriksaan errrJr. 
Pada !aptsan ini data dibagi keda!am beberapa paket yang dikirim ke 
lapi"an network clengan "ehnah header Header menganchmg alamat n~juan 
alamat "umber dan rlwrhum ( 'herksum herfime"i untuk mema"tikan data tidak 
mengalamt kemsakan atau hilang. 
Lapisan mi mengandung dua protocol yaitu TCP ( Trammtssum Control 
Protocol) dan UDP (l 'ser Datagram Protocol). TCP bersifat connectwn ortenled 
"edanekan UnP herc;ifat rnnne.ctinnle.ss 
2.1.35 Lapisan Application 
Lapisan ini!ah biasa disebut lapisan akhir (front end) atau biasanya disebut 
ll\er prof?,ram dmuma merupakcm sebuah apl1kasi yang mengitimka.T'l data \:e 
lapl<\(111 lramporl \{j~Jnya FTP email rrogram<\ dan Wl'h hrowsn~; 
l.l Ptngalamtttan lP 
I InttLk memoontt.1 mencapai komputer nuuan, setiap komputer dalrun 
jaringan TrPI!P harus d1berikan minimal sebuah alamat rP. Alamat tersebut terdiri 
ll 
atas 32 bit bmcr yang bersifat uJlik dan ber!aku secara u.mum yang mendefinisika!1 
~ ~11g mempnny!H nilai dari 0-255 yang seriog ditulis dalam bentu_k: 
lxx" . .'\:'(X .~xx.xxx]. A!aTn::l! ini !nendefinisikan dua bag1an yattu net ID dan host 
!D .. Net !D mendefinisikan sebuah jaringan dan host ff) mendefinisikan sebuah 
2.2.! Pembagian Kelas 
. .\.da lima ke!as yang berbeda pada alamat IP ya1t1.1 kelas A. B. C. D dan E. 
Ke!as m1 didesam untuk mencukupi kebutuhan akan Jems orgamsasi y<L1'1g 
herhena 
• 
1 bvte ~. 2bvte ... 3 bvte ~ . 4 bvte 
Kti~A oxxxxxxx .. , . ·-m:I!IU II 1 I I""\ nO:St lu 
i\eias 6 I iOXXXXXX NeiiD iiost ID 
t<.elas C [ 110XMM Nel iD Hosr iD 
Kdo.':>D [!; IOXXXX ivluiiit:l:l:>l Ar.Ju1~::; 
Keias E 0 1iiXXXX Resecved for future use 
Gambar 2.2 Kelas Alamat IP 
Benkt~t keterangan masing-masing ke!as alama! !P: 
2 2.1 I K('laC\ \ 
Pada kc!as :-\, de!apan bit yang pertama mendcfinisikan net 1!1. Tetapi bit 
A T\•Juh bit yang tersisa mendefinjsikan jatingan yang berbeda. Secara teori akan 
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d1definisikan oleh 24 bit. Artinya secara teori masmg-masing jaringan memiliki 
224 - 16 777.216 /wr;t . '!a.'Tiun seperri pada net ff), dua alamat khusus <host/f) 
yang semua 0 dan yang semua 1) digunakan untuk alamat khusus. 
2.2.1.2 Kelas B 
Pada kelas B 16 bit mendefinisikan net ID dan 16 bit lain mendetinisik.an 
hmt II) Dua bit yang paling kiri adalah I 0 yang berfungsi untuk mendefinisikan 
sebaga1 kelas B. 14 bit selcmjutnya mendefiniskan jaringan yang berbeda sehingga 
jumlah janngan adalah 2 14 - 16.384 Jaringan. Jadi jumlah jaringan yang lebih 
banyak di kelas B dibaudingkan di kelas A H(>\1 If> didefinisik.an oleh 16 bit 
:,ehmgga masmg-masing jaringan memihki 2 16 - 65.536 ho.\1 atau router. Namun 
dua a Jamal (yang semua 0 dan semua 1) digunakan untuk alamal khusus. 
2.2.1.3 Kelas C 
Pada kclas C 24 hit mendefin i~ikan neL fl) dan R bit mendefinisikan hMJ 
II> Tiga bit yang paling kiri adalah 110 yang berfm1gsi untuk mendefinisikan 
sebagai kelas C. 21 bit selanjutnya rnendefiniskan janngan yang berbeda sehingga 
jumlah janngan ada 2~ 1 - 2.97 .1 s~ jaringan . .ladi jumlah jaringan yang lebih 
hanyak dt kelas (' dihandingkan di k.elas A dan B Ho-.;t tn didefini"ik.an oleh R 
bit \1a.sing-ma.:>ing Jaringan memiWJ 211 = 256 J/C,I.\1 atau ruuteL Nannm dua 
alamat (yang semua 0 dan semua 1) digunakan untuk alamat khusus. 
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2.2.1.4 Kelas 0 
. \Ia mat pad a kclas D digunakan untuk mulltcasting. Pada kclas ini, tidak 
ada net /[) maupun hO\t {{) Semua alamat digunakan untllk mufttca'inng F.mp<lt 
btt yang pertama mendefinisikan kelas 0 yaitu Ill 0. 28 bit selanjutnya 
mendefinisikan ala mat mulucast yang berbeda. 
2.2.1.5 Kelas E 
"elas F digunakan '>ebagai cadangan internet untuk kegunaan khwms dan 
eksperimen Tidak ada net ID dan hMt /f) pada kelas ini Empat bit pertama 
mendefinisikan kelas E yaitu llll . 
2.2.2 Penentuan Kelas IP Address 
Untuk menentukan kelas dari alamat rP bisa dilihat dari alamat rP tersebut 
Jtka yang diketahui adalah benmk biner dengan melihat btt pertama c;e'>ttat dengan 
kelas yang telah didefinisikan diatas. Jika alamat yang d idefmic.;ikat\ adalah heotuk 
desimal , maka hanya perlu meliliat angka pertama untuk mendefinisikan kelas. 
(lihat gambar 2.3) 
n:::~n T11i11:::1n 
KelasA 0.0.0.0 127 255 255 255 
Kelas B 128 0 0 0 191 255 255 255 
Kelas C 192.0.0.0 223 255 255 255 
Kelas 0 224.0.0 .0 239 255 255 255 
Kelas E 240 0 0 0 255 255 255 255 1 
Gambar 2. 3 Kelas dengan notasi decimnl 
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2.2.3 Alamat Khusus 
Bcbcrapa bagian dari alamat di kelas A, B dan C digunakan w1tuk aJamat 
khusus 
Tabel2. I Alamat Khusus 
r- s pedal Address 
· Address 
roadcast address 
broadcast address 
Nerwork
Direct b 
Limited 
T111s ho st on this network 
host on thts network 
1 
Specific 
Loopba ck address 
I 
I 
Net JD llost JD 
Specific r= All Os 
Specific All ls 
All 1 s All Is 
All Os All Os 
All Os Specific 
127 I Any 
Source or Destination 
None 
Destjllation 
1- Destination 
1-- Source 
Destination 
'----
I Destination 
Berikut im keterangan masing-masmg dati alamat khusus · 
2.2.3. 1 ~etwork Address 
Pada kelas A, B. dan C sebuah alamat dengan host //) semuanya yang 
terdiri dari 0 tidak diberikan ke host manaptm tapi digtmakan sebagai cadangan 
untuk mendefinisikan alamat jaringannya sendiri . Alamat ini dinamakan Network 
Address. Alamat ini tidak bisa untuk mendefinisikan alamat sumber atau tujuan 
pada paket IP. Alamat khusus ini juga mengurangi jumlah ketersediaan host ID 
untuk masmg-masing net JD pada kelas A, B dan C. 
2.2.3.2 Direct Broadcast A~ 
Pada kelas A. B dan C.jika /wsr ID adalah semuanya I maka alamat ini 
d1sebut dtrect hroadcasr a~. ~at ini digunakan oleh router untuk 
mengirim sebuah paket ke Sel!\tl'a host pacta jaringan tertentu. Semua host akan 
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mcnerima sebuah paket yang memiliki jems alamat tujuan yang sama. Alamat ini 
hanya bisa dtbtttnakan sebagai alamat tujuan pada paket IP 1\lamat ini juga 
mengurangi jumlah ketersediaan hnst 10 untuk masmg-masing IWI If) pada kelas 
A B dan C. 
2.2.3.3 Limited Broadcast Address 
Pacta kelas A, B dan C, sebuah al<:Hnat dengan net If) dan host If) (32 hit) 
yang diberi nilai l semua digunakan untuk mendefinisikan alamat hroadcast pada 
jaringan saat ttu. Sebuah host yang akan meng1nm pesan untuk setiap ho'\t yang 
lam dapat menggunakan alamat ini sebagai alamat tujuan pada paket IP. Tetapi 
router akan menahan paket yang memiliki jems alamat im untuk menahan 
hnH . ulw\1111~ ke jaringan lokal. Alamat ini terdapat pada kelas F. 
2.2.3.4 This Host on This Network 
Jika alamat IP terdiri dari angka 0 semua. alamat ini dinamakan this host 
on thrs network. Alamat im digunakan oleh host pada hoorstrap trme ketika tidak 
mengctahui ala mat I P-nya. Host mengirim paket I P ke bootstrap server 
menggunakan alamat ini sebagai alamat sumber dan sebuah /muted hroadC(J\'1 
addre\\ sebagai alamat tujuan yang berfungsi untuk mendapatkan alamatnya 
sendiri . Alamat ini hanya bisa digunakan sebagai alamat sumber dan berada pada 
kclas A tanpa memperharikan jaringan 
2.2.3.5 Specific Host on This Network 
Sebuah alamat lP dengan net I D yang semuanya 0 dinamakan '>peqfic hMt 
nn th1" network :\lamat ini digunakan oleh host untuk menbl'}rim pesan ke host 
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> ang lain pada Janngan yang sama. Karen a paket diblok oleh router, maka alamat 
tnt dtb'l.tnakan sebagai Jalan tmtuk menahan paket ke Janngan lokal Alamat ini 
hanya dtgunakan untuk alamat tujuan dan berada pada kelas A tanpa 
memperhatikan Janngannya. 
2.2.3.6 Loopback Address 
Alamat IP dengan byte pertama sama dengan 127 digunakan untuk 
loophack address, mentpakan alamat yang digtmakan untuk mengecek software 
pada mesin dan juga untuk melakukan tes IP software. Ketika alamat ini 
d1g1makan. sebuah paket tidak pernah meninggalkan mesm dan dengan mudah 
kembah ke protokol software. l.oophack address dapat digunakan oleh proses 
klten tmtuk mengmm pesan ke proses server pada mesin yang sama Alamat ini 
hanya dtgunakan sebagai alamat tujuan pada paket lP dan berada pada kelas A. 
2.2.4 Private Network lP 
Alamat flnvate Network IP ini hanya digunakan untuk jaringan pribadi, 
jadi alam<~t alamat IP ini tidak digunakan dalam lntemct Alamat yang juga 
disebut vtrtual addre~;s ini dapat digtmakan pada kelas A. B dan C tanpa 
melakukan pendaftaran ke Internet AuthClrJ/te\. Alamat J>rn•ate Network IP pada 
11ap-t1ap kelas terapat pada tabel2.2. 
Tabel 2. 2 Alamat Private 
Kelas Alamat Jumlah 
A 10 . X. X. X I 
f---B:__ T72. M ."X . X - 172 . 31. X . X 16 
c 192. 1-68. 0 . 0 - 191. 168 . 255. 255_1_ -=2~56:...._....! 
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2.25 Subnetting 
Pada pengalamatan IP terdapat bagian yang menunJukkan nel JD dan 
bagtan yang menunjukkan hm/ ID. llntuk memlJu suatu lm\1 dt mternet, maka kita 
hams mencapat Janngan dengan menggunakan alamat net Jj) dan kemudian bant 
memuu ke host dengan menggunakan alamat host//). Dengan kata lain, kelas A. 
B dan C dalam pengalamatan IP didesain mcnjadi dua level hirarki . 
Namun pada heberapa kasus, dua level hirarki masih belum cukup. Maka 
untuk mengatasmya adalah dengan menggunakan subnetting, yaint pembagian 
network meJ11ad1 beberapa network yang lebih kecil yang disebut subnetwork. 
Pada gambar 2.5 terhhat perbedaan networkmg yang memakai subnetting dan 
tanpa snbnenmg. 
nan gambar 2 4 pada awalnya mtemet tidak mengetahw bahwa jaringan 
telah d1bag1 menJadt nga subnetwork. Sebuah paket yang beralamatkan llllluk hmt 
I II. I 'l.2 .2 1 masih mencapai router R I. Alamat tujuan dari data[{ ram IP masih 
berupa alamat kelas R dimana 141 14 mendefinisikan net //) dan 2.21 
mendefimsikan ho'll ff) Ketika datagram mencapai router R I, interpretasi dari 
alamat IP bembah. Router Rl mengetahm bahwa Jaringan 141 .14 secara fisik 
dtbagt menJadt 3 subnetwork. Maka 2.21 harus diinterpretasikan sebagai subnet 
ll > 2 dan hmt If> 21 Router R 1 menggunakan d ua hyte penama ( 141 14) sebagai 
llet/1) byte kettga (2) sebagai suhnet In dan byte keempat (21) sebagai host JD 
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I-ll l-l 2.21 
I-ll 1-17-15 
suhn..:l \hlrl I-ll l.t7 -14 
<:: lTC 1111 111 f\ f\ 
141 14.22.8 
l-ll.l4ll.9 I-ll 14 2264 
Gambar 2. -' Ne1work dengan 3 level hirarki (subnet) 
Penambahan subnetwork mengakibatkan adanya penambahan level hirarki 
pada ststem pengalamatan IP. Ada riga level hirarki yaitu net 1/J, suhnet ID dan 
ho'l //). Net IJ) adalah level pertama yang mendefinisikan .<.tie, level kedua adalah 
suhnet JJ) yang mendefinisikan subnetwork fisik dan ho\J //) adalah level keriga 
yang mendefinisikan koneksi dari host ke subnetwork. 
141 . 14 1 . 1 2 . 21 
Netid Host 
a. Tanoa subnettino 
141 . 14 1 . ~ . 0 
Netld Subnet1 Host 
b Denoan subnettmo 
Gam bar 2. 5 Pengalamatan Jaringan dengan dan tanpa subnetting 
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2.2.6 Masking 
Ma\kmg adalah proses mengekstrak alamat Jaringan fistk dari alamat IP. 
Afa,kmg dapat dtlakukan tanpa tergantung apakah ktta memthkt suhnellmg atau 
udak. Jtka klta ttdak menggunakan subnellmg, maka maskmg dtlakukan dengan 
cara mengekstrak alamat jaringan dari suatu alamat IP. Namun jika kita 
mcnggunakan suhnelling, maka masking dilakukan dengan mengekstrak alamat 
subnetwork dan alamat lP (lihat gam bar 2. 6 ). 
Dalam rnaskmg, ktta menggunakan operas• matemauka 32 bit alamat IP 
pada level bit menggunakan 32 bit yang lain yang disebut ma\k. Bit pada mask 
berhubungan dengan bit pada alamat IP. Bagian dan mask yang terdiri dari angka 
I mendefimstkan net J[) atau kombinasi net //)dan .\uhnet //). Bagtan dari mask 
yang terdm dan angka 0 mendefinisikan host !D. Untuk mencapa1 Jaringan atau 
alamat subnet hams dilakukan operasi htt-wt,\e-and pada alamat IP dan mask. 
Hasil dan operasi tersebut akan didapatkan alamat network. 
I.J 1.14 2 21 Mask 1•11 14.00 
11' Ad<.lrcs~ 
255 255.0.0 
Nct\\ork oddr~-ss 
a. Tanpa subnctung 
141 14 2 21 Mas I- I.JI I.J 2 0 
..... 255 255.255 () 
IP Addrt.-s' Subn.:morlnddr.:"' 
b. Dcngan subnctting 
Gambar 2. 6 Masking 
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Gambar 2.7 menunjukkan bagaimana bagaimana cara menggunakan mask 
baik yang menggunakan ::.uhnettmg maupun tidak. Nila1 network uddress akan 
berbeda antara yang menggtmakan subnetting dan yang tidak menggunakannya 
hal ini d11\ebabkan karena nilai mask-nya juga berbed<t 
141.14.2.21 
IP address 10001101 00001110 00000010 00010101 
Mask 11111111 11111111 00000000 00000000 
141 .14.0.0 
Ncl\\Ork 10001101 00001110 00000000 add~s 00000000 
a. Tanpn subnetung 
141.142.21 
IP :lddrco;~ 10001101 00001110 00000010 00010101 
Mas!.. 11111111 11111111 11111111 00000000 
141 .14.2.0 
Nch~Oik 10001101 00001110 00000010 0000000 
address 
b. Dengan subneumg 
Gambar 2. 7 Penggunaan Masking 
Pada subnettmg, beberapa alamat digunakan secara khusus(lihat gambar 
2.8). ,\'ulmet ff) yang semuanya l atau 0 udak digunakan oleh hoM manapun. 
Alamat dengan ho.'l 1/J yang semuanya 1 digunakan untuk hroadcll\ling ke semua 
ho-.t pada ~lbnet khusus. AJamat deng<tn hmt ff) yang semuanya 0 juga 
digunakan untuk mendefinisikan subnetwork itu sendiri. 
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Subnetid /ln.\1 /1) 
All Os 
SubnCh\Ork address 
All Is 
Broadcast to all host 10 a specific subnct 
All Os 
Subnct1d all Os 
AJI Is An) 
Subnctid all ls 
Gambar 2. 8 Alamat khusus pada subnetting 
2.2.7 Alamat Komunikasi 
Komunikasi pada internet dapat teljadi dengan menggunakan alamat 
umca\1, mult1<:ast atau broadcast. 
2.2.7.1 Alamat llnicast 
Komunikasi unicast adalah one-to-one. Ketika pakct dikirim dari sumber 
individual ke tujuan individual, maka komunikasi unicast terjadi. Alamat unicast 
ada pada kelas A, B atau C dan sifatnya unik. 
2.2.7.2 Alamat Multicast 
Komunikasi multtcast adalal1 one-to-manJ-'. Ketika paket dikirim dari 
sumber indtvtdual ke beberapa tujuan. maka komunikas1 multtcast teljadi. 
Peng1nman paket pada alamat mulnca\·t banya akan ditenma oleh beberapa 
alamat yang tergabung dalam saru kelompok alamat mul/tcast tersebut. Alamat 
multlc:mt adalah alamat kelas D yang hanya digunakan sebagai alamat tujuan. 
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Sebuah ststem dt mternet bisa memiliki satu atau lebih alamat multtca.\1 pada 
kelas 0 
Internet Authonlle'i telah membe1ikan beberapa alamat multtcast untuk 
beberapa kelompok khusus: 
a. Kategori 
Alamatmulttcast ini dimulai dengan awalan 224.0.0 dan digunakan 
untuk tujuan khusus. 
b. Konferensi 
Digunakan untuk konferensi dan telekonferensi. Alamat multtcast 
int dimulai dengan awa1an 224.0. I 
2.2.7.3 Alamat Broadcast 
Komunikasi hroadcast adalah one-to-all. Broadcasting hanya dapat terjadi 
pada !:.:v:.:! !cka!. Tidak ada hmadcastir:g pada level global, artmya sebuah sistem 
tidak bisa menginm pesan ke semua host dan router di internet. Hal ini terjadi 
untuk mencegah te~jadinya kemacetan lalu lintas. 
2.3 ARP 
2.3.1 Definisi ARP 
Pada pemetaan dmamis setiap wak:tu sebuah mesin mengetahui satu dari 
dua alamat logtcal maupun fisik. Alamat logikal pada protokol TCPIIP adalah 
alamat IP, sedangkan alamat fisik merupakan a1amat hardware. Untuk 
menemukan sebuah alamat fisik dari alamat logtcal atau sebaliknya dapat 
dtgunakan protokol. Dua protokol telah didesain untuk menyajikan pemetaan 
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dmamis. yaitu Addreu Remlutwn Protocol (ARP) dan Rcvcne Addrc\s 
Reliolutwn Protocol ( R..t\RP). Pemetaan pertarna mempakan pemetaan dari ala mat 
!o~u.:a! ke alamat fisik. Pemetaan kedua merupakan pemetaan dari alamat fisik 
mem~iu alamat logtcal. 
ARP dan RARP menggunakan alamat fisik umcast dan broadcast. Dalam 
hal ini berani sebagai contoh Ethernet menggunakan seluruh alamat I 
(Ffo"FFFFFFFF I 6) sebagai aJamat broadcast. 
Setiap kali sebuah host atau router memiliki dataxram IP untuk dik1rimkan 
kc host atau router lam terdapat alamat log1cal ( lP) dari penerima. Tapi datagram 
IP harus d1lindungi pada bingkai agar dapat melewati Jaringan fisik. lni berarti 
bahwa pengirim membutuhkan alamat fisik dari penerima. Pemetaan 
meng.hubungkan alamat logtca/ menuju alamat fisik . 
Hal int dapat dilakukan secara statis maupun dinamis. Hubungan antara 
alamat log1cal dan fisik dapat disimpan secara statis pada tabel. Penbririm dapat 
melihat pada tabel da11 mencari aJamat fisik yang berhubungan dengan alamat 
logik. Hal ini bukanlah solusi yang baik mengingat bahwa setiap saat alamat fisik 
berubah schingga tabelnya harus diubah pula. Perubahan ini dapat pula dilakukan 
secara du\amis dimana pengirim meminta penerima untuk memberitahu aJamat 
tisik ketika diperlukan. ARP didesain untuk tujuan ini. 
ARP berhubungan dengan alamat lP dengan alamat fis1knya. Pada 
Jarmgan 1is1k tertentu seperti LAN, tiap perangkat pada hubungan 
dudentifikasikan oleh alamat fisik ataupw1 alamat stasiun yang biasa dikeluarkan 
oleh NIC'. 
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Kapanpun host dan router membutuhkan alamat fisik maupun host atau 
router pada Jaringannya, dikirirnkanlah paket pencarian ARP. Paket tennasu.k 
alamat tisik dan rP dati pengirim dan alamat rP dari penerima. Karena pengirim 
tidak mengetahui alamat fisik dari penerima, pencarian dilakukan dengan 
hroadc:ast ke selunth jaringan tersebut. 
2.3.2 Paket ARP 
Sebuah paket AR.P mempunyai fonnat protokol seperti gambar 2.9 di 
bawah im : 
Hardware Type 
Hardware Length Protocol Length 
I Protocol Type 
Operation 
Request 1, Reply 2 
Sender Hardvo~are Address (misalnya 6 bytes untuk ethemet) 
- ------1 
Sender Protocol Address (mtsalnya 4 bytes untuk IP) 
-=--Target Hardware Address (misalnya 6 bytes untuk ethemet) 
~----- -----~ Target Protocol Address (misalnya 4 bytes untuk IP) 
Gambar 2. 9 Paket ARP 
Ketcrangan masing-masing field : 
I. Hardware Type ( HTYPE) 
Tcrdiri atas 16 bit mendefi11isikan jenis network dimana ARP berjalan. 
Settap LAN mempunyai nilai integer sendiri, mtsalnya Ethernet bemilai 1. 
2. Protocol Type (PTYPE) 
Terdiri atas 16 bit mendefinisikan Jenis protokol. Misalnya rPv4 bemilai 
0800 f> 
3. Hardware Length (HLE\\:) 
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Tcrdtrt atas 8 b1t berisi panjang alamat fisik dalam bentuk byte. misalnya 
Ethernet bemilai 6. 
4. Protocol Length ( PLEN) 
Terdin atas 8 b1t berisi panjang alamat fisik dalam bentuk byte, misalnya 
Ethernet bemilai 6. 
5. Operation (OPER) 
Tcrdiri atas 16 bit betisi jenis dati paket. Ada dua jenis paket yain1 ARP 
Request dan ARP l?ep(v. 
6 Sender Hardware Address (SHA) 
PanJang field ini bervariasi. Field mi mendefinisikan alamat fisik dari 
peng1rim. t\lisalnya Ethernet memiliki panjang 6 byte. 
7 Sender Protocol 1\ddress (SPA) 
PanJang field ini bervariasi. Field ini mendetinisikan alamat logtcal dari 
penginm. Misalnya IP memiliki panjang 4 byte. 
8. Target Hardware Address (THA) 
Panjang field ini bervatiasi. Field ini mendefinisikan alamat fisik tttiuan atau 
penerima. Misalnya Ethernet memiliki panjang 6 byte. 
9. Target Protocol Address (TPA) 
PanJang field ini bervariasi. Field ini mendefinisikan alamat logical tujuan 
atau penenma. Misalnya IP memiliki panjang 4 byte 
2.3.3 Komponen ARP 
Paket ARP melibatkan lima komponen yaih1 Cuche table, Queue, Modul 
Output. Modul Input dan Modul Cache. Di bawah ini keterangan masing-masing 
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komponen : 
2.3.3.1 Cache table 
Pengirim mempunyai lebih dari satu datagram IP untuk dikirimkan ke 
tu.Juan yang sama. Penggunaan protokol ARP untuk tiap datagram ditentukan 
untuk host yang sama atau router tidaklah efisien[ I]. Ilal ini disebabkan 
pcnggunaan c:ache table yang berguna untuk menyimpan alamat fisik yang 
bersesuaian untuk datagram [P ketika host atau router menerima alamat fisik. 
Padahal ntang pada cache table sangat terbatas dan pemetaan pada cache tidak 
boleh d1hasilkan dalam waktu tidak terbatas. 
( 'ache tahle diimplementasikan sebagai pemasukan arrar. Pada desain ini. 
uap masukan terdiri darifield berikut ini: 
• ,\'tate. l•teld mi menunjukkan posisi dari masukan. \lilainya bisa berupa FREE. 
PENDING atau RESOLVED. Status FREE berani bahwa waktu untuk hidup 
dari pemasukan mi telah berakhir. Ruang dapat digunakan untuk masukan bam. 
Status PENDING berarti permintaan atas rnasukan ini telah dikirimkan, namun 
balasan bclum diterima. Sedangkan status RESOLVED berarti pemasukan telah 
selesai. Paket yang menunggu untuk dikirimkan ke tujuan dapal menggunakan 
infonnas1 nu dalam pemasukan. 
• Hardware ~vpe. Fteld mi bernilai sama dengan field paket ARP. 
• Protocol ~vpe. Fteld ini bemilai sama dengan field paket ARP. 
• Hardware length. Field ini bemilai sama dengan field paket ARP. 
• J>mtocollength. Fteld ini bemilai sama dengan field paket ARP. 
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• Interface numher. Sebuah router atau multihomed hosl dapat dihubungkan ke 
.Janngan yang berbeda dengan norner mterjace yang berbeda. 
• (jueue numher. ARP menggunakan nomor antrian yang berbeda untuk 
menyalurkan paket yang menunggu masukan ini untuk d1putuskan. 
• Allemps. l·1eld ini menunjukkan berapa kali pennintaan ARP dikirimkan untuk 
pemasukan mi . 
• l'm1e-out. Field ini menunjukkan waktu hidup dari pemasukan dalam hitungan 
det1k. 
• Hardware addres\. r1eld ini rnenunjukkan alamat hardware tujuan yang akan 
kosong sampa1 ada balasan dan ARP. 
• Protocoladdre.\s. held 1111 menunjukkan alamat/P IUJllan. 
2.3.3.2 Modul Output 
'VIodul output menunggu sebuah paket IP dari perangkat ltmak IP. Modul 
m1 memeriksa cuche fable unruk menemukan pemasukan yang sesuai dengan 
alamat IP dari paket ini . IP tujuan dari paket IP harus cocok dengan alamat 
protokol dari pemasukan. 
B11a masukan d1temukan dan status dan masukan adalaJ1 RESOLVED, 
paket sepanjang alamat hardware rujuan dilewatkan lapisan daw lmk untuk 
transmisi. Bila status dari masukan PENDING, paket harus menunggu sampai 
alamat hardware tuj\ian ditemukan. Sebuah antnan dibuat untuk tujuan ini. 
Setelah 1tu modutnya m~rimkan paket ke antnan yang sesua1. 
B1la udak ada masukan yang ditemukan, modul membuat antnan dan 
mengantrikan paket. Masukan baru dengan status PENDING dibuat untuk tujuan 
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ini dan nilat darij1cld ATTEMPTS diatur menjadi nilai I. Paket Pennintaan ARP 
kemudian menjadi hroadcast. 
2.3.3.3 Modul Input 
Modul mpul menunggu sampai paket ARP (request atau reply} datang. 
Modul input memeriksa cache tahle untuk menemukan masukan yang 
bcrhubungan dengan paket ARP. Tujuan alan1at protocol harus sesuai dengru1 
alamat yang dimasukkan. 
2.3.3.4 Queues 
Pada desain tm, paket ARP menangani kumpulan dan antrian, dimana 
untuk tiap nuuan tmtuk menahan paket IP selama ARP bemsaha untuk 
memecahkan alamat hardware. Modul output mengirimkan paket yang tidak 
rerselesaikan pada antrian bersesuaian. Modul input menggantikan paket dari 
antrian dan mengirimkannya dengan alamat fisik yang telah terselesaikan ke 
laptsan data link untuk transmisi. 
2.3.3.5 Cache-Control 
Modul cache control bertanggung jawab untuk memclihara cache table. 
Modul im secara periodik memeriksa cache tahe/ setiap inputnya. 
2.3.4 Bagimana ARP Bekerja 
Keuka datang sebtuth paket yang dinaju untuk sebuah ho.\t pada sebagian 
LAN di :zateway, xatc"H·ay menjalankan program ARP untuk mencari Alamat 
MAC yang cocok dengan IP address. Program ARP merujuk pada ARP cache dan 
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jika mendapat alamat tersebut, paket tersebut dapat diubah sesuai panjang dan 
fonnat paket dan dikirim ke host. Jika tidak mendapatkan. ARP akan broadcast 
sebuah paket request dalam fonnat khusus ke selumh host dalam LAN tersebut 
untuk mclihat jika scbuah host mempunyai kcscsuaian dcngan IP address yang 
dimaksud. Sebuah host yang mengenali IP address itu adalah IP mi!iknya uk<UI 
melakukan reply sebagai tanda. ARP akan memperbaharui ARP cache sebagai 
refcrensi yang akan datang dan mengirimkan paket ke alamat MAC yang 
mclakukan reply tcrscbut. Gam bar 2.10 contoh bagaimana ARP bckcrja dalam 
proses ping. 
Remote Computer 
falcon 
ARP Reply 
ICMP Rep ly 
Local Computer 
darqueentce 
Ptng falcon 
ARP Request 
ICMP Send 
Falcon ada 
Gambar 2. 10 Cara Kerja ARP 
Jadi sebeltun paket ICMP dikirim, terlebih dahulu dikirimkan pesan ARP. 
Jika kita mcmakai program tcpdump maka akan terlihat scpcrti gambar 2.11 dan 
balasannya seperti pada gambar 2.12. 
12 : . 100028 aro who- has falcon tell daraueen1ce 
Gambar 2. 11 Capture TCPDump Request 
12 : 2 : 0 . 100028 aro reolv falco~ is at 00 : 51 : 00 : 10 : 00 : 28 
Gambar 2. 12 Capture TCPDump Reply 
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2.4 MAC 
2.4.1 Ocfinisi MAC 
Alamat Med1a Control Acce~s (MAC) biasanya disebut sebagai alamat 
hardware mempakan alamat fisik untuk piranti yang terhubung ke jaringan. 
Alama1 MAC adalah bagian dari lapisan data lmk yang berti.mgsi untuk 
mcndctcksi error, membagi data menjadi banyak {rarne, menambahkan header 
pada (rame dan memastikan bahwa data telah diterima dengan baik. AJamat ini 
diberikan kepada kepada semua peralatan yang digunakan pada jaringan seperti 
Net Interface Card ( N IC ). Interface Router, Swllch dan Huh 
2..4.2 Format MAC 
Sebuah alamat MAC mempunyai nilai unik yang bersesuaian dengao network 
adap1er. 1\lamat MAC mempunyai 12 dig1t angka hexadesimal (pan.Jangnya 48 
bit) dimana biasanya ditulis dengan format di bawah ini : 
~~ :MM : MM : SS : SS : SS 
Enam digit pertama melambangkan nomor seri drui pabrik yang membuat. ID ini 
mcrupakan standar internet. Sedangkan emu11 digit kedua melambangkan nomor 
seri . Contoh : 
:AO : C3 : 14 : C8 : 29 
Ntlai awal OOAOC9 menyatalcan 10 Intel Corporation. Sedangkan nilai 
14C829 menyatakan nomor seri. 
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25 l ser Oatagra m Protocol (UOP) 
UDP merupakan protokol bersifat connecJJOnln' terdapat pada lapisan 
tramport yang berada diantara lapisan applu.:atum dan lapisan network yang 
merupakan perantara aplikas1 program dan operasi jaringan. UDP tidak memiliki 
tambahan pada servis IP kecuali menyediakan komunikasi process to proses.~· 
daripada komunikasi host to host. UDP juga menyediakan cheking error yang 
sangat terbatas. UDP tidak rnengurus masalah penelimaan aliran data dan 
pembuatan segmen yg sesuai trntuk IP. Akibatnya. kemampuan UDP berada 
d1bawah TCP 
Dengan beberapa kemgian yang ada pada UDP ada beberapa ketmtungan 
yang menjadikan UDP digtmakan daJam sebuah proses yang menginginkan 
pengiriman pesan dengan ukuran kecil dan tidak terlalu memperhatikan 
reliabilitas. selain itu UDP dapat digunakan untuk t...omnukiasi yang membutuhkan 
mteraksi antara pengirim dan penerima yang lebih sedikit dibanding dengan TCP. 
2.5.1 Paket UOP 
Paket UDP yang disebtLt user datagrams memiliki ttkuran header yang 
ditentukan yaitu 8 byte. Fonnat UDP terdapat pada gambar 2.13. 
8 bvtes I ~ > 
Header 
Source Port !\umber Destmat10n Port Number 
----------~----+------- --Totallength 16 bits Checksum 16 b1ts 
Gam bar 2. 13 Format User datagram 
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• Source port number 
t'\omor port int digunakan oleh proses yang berjalan di host sumber dan 
memiliki panjang 16 bit sehingga memiliki nomor port antara 0 sampai dengan 
65535. 
• Destination port number 
Port number yang digunakan oleh proses yang berjalan pada host tujuan dan 
juga memiliki panjang 16 bit 
• Lenbrth 
lendefimsikan panJang total user datawam, header dan data. 
• Checksum 
Dtgunakan untuk mendeteksi error seluruh user data~ram ( header dan data ) 
2.5.2 Kegunan UOP 
Berikut ini beberapa kegunaan UDP: 
• UDP cocok unt1tk proses yang membutuhkan komunikasi sederhana dan sediki1 
kontrol aliran dan kesalahan. Oleh karena itu UDP biasanya tidak digtmakan 
pada proses pengiriman data dalam jumlah besar sepeni FTP. 
• UDP cocok untuk proses dengan aliran intemal dan mekantsme kontrol 
kesalahan seperti 1 nVIal Ftle Transfer Protocol (TFTP). 
• UDP cocok untuk transportasi protokol mulucasting dan broadcasting. 
• UDP digunakan untuk pengaturan proses seperti SNMP 
UOP dtgunakan untuk pembahuruan routm~ seperti Routmg Information 
Protocol (RIP). 
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2.6 Socket 
lsttlah ,·ockt>t sebenamya mengacu pada Application PrvKram Interface 
(API) yang dimplementasikan oleh Berkeley Softv.'are IJI.\tnhutwn (BSD) UNIX 
pada tahun 1983. Socket pertama dikembangkan oleh Universitas Califomia pada 
Berkeley dan disertakan pada versi 4.1, 4.2 dan 4.3 dari sistem BSD UNIX. 
Karena BSD UNIX telah dijalankan pada banyak nrsitektur mesin lUltuk 
dekstop workstation. untuk mainframe besar dan berbagai a pi ikasi bauyak 
menggunakan BSD socket sebagai penghubung komunikasi jaringan. Dengan 
adanya bahasa C sekarang socket juga dapat digunakan pada s1stem IBM dan 
semakin banyak lagi aplikasi yang berjalan di bawah ststem MYS. Sebuah library 
fungs1 socket BSD dapat menyederhanakan servis komunikasi yang dibutuhkan 
aplikas1. 
Ketika suatu program melakukan proses input atau output maka program 
tcrsebut aknn membaca atau menulis pada file deskriptor. Socket mempakan salah 
satu tile deskriptor untuk networking. File deskriptor hanya sebuah integer yang 
berasosiasi dengan suatu piranti, terminal, suatu koneksi pada network, atau yang 
lainnya. Ftle deskriptor ini dapat dipandang sebagai komunikasi antar prograrnrner 
dengan system. Dengan wcket maka komunikasi dapat dilakukan dengan 
membuka socket, menulis lalu menutup setelah socket tidak digunakan. Sebagai 
contoh, suatu printer port hardware berasosiasi dengan file de~· fpt I. maka unntk 
memberikan infonnasi atau mengambil infonnasi dari port tersebut yang kita 
lakukan adalah membuka akses ke file tersebut dan membacanya atau menuliskan 
111 fonnas1. 
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2.7 IOCTt 
IOCTL adalah sebuah fungsi yang menyediakan berbagai kegtmaan pada 
Janngan ~epert1 meng\tbah karakter sebuah socket. routmg tahle. table ARP dan 
karakteristik mterjace DekJarasi fimgsi IOCTL terdapat pada gambar 2 14 
1nt loctl ( 1nt, 1nt, ... ) 
Gamhar 2. 14 Deklarasi IOCTL 
Argumen pertama adalah sebuah file deskriptor. Karena semua piranti di 
UNUX diakses seperti file. File deskriptor biasanya dibttmakan untuk membuka 
dewce yang ktta ingin gunakan. 
Argumen kedua pada fungsi ioctl() adalah sebuah integer yang 
menyatakan nomor khusus tergantung pada pirantinya Sehagai contoh kita ing1n 
menambah kecepatan dev1ce serial bukan printer tennmya nomor yang diberikan 
adalah nomor senal 
Argumen tambahan tidak harus diisi hal ini tergannmg dari implementasi 
!oct! itu !erhadap dev1ce tertentu. Biasanya argumen ketiga merupakan pointer 
dari sebuah struct dimana data~data yang terdapat dalam struct dibutuhkan untuk 
berhubungan dengan device tersebut. 
Sebagai contoh bagaimana ioctl bekerja di bawah ini adalah contoh 
program sederhana untuk memeriksa salah satu s1gnal dari port serial. Program 
pada gambar 2 15 membuka sebuah tty dari serial port dan memanggil ioctl 
dengan tile deskriptor mri port serial. Argurnen TIOCMGET berfungsi untuk 
melihat status bit modem. 
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#include <termios .h> 
Ninclude <fcntl . ~> 
Hlnclud~ 'errno.,? 
main() 
( 
int fd , status ; 
fd • open 1 "/dev/l:c.ySO", u_RDOl'iL"t 1 ; 
if (ioctl(frl , TICCMGCT , 1 I 
'-I 
printfi "TTnrM~RT failprl · q " 1 qtrPrrnr(Prrnn\) : 
else ( 
if (status & TIOCM_DTR) 
puts( "TIOCM_DTR is not set " ) ; 
else 
p~;ts ' "TTCC~-1 DTR is ~f;t " ) ; 
close(fd ; 
C~mb:n· 2. 15 Program Port S(>ria! 
Pcnggunaan ioctl pada Ethemet dJiver memptmyai proses yang sama. 
Argumcn kcrlga dari toctl ada1ah po;n:er dw.., .'lln1c1 ;f"retf. Dcklaras; dari ifrcq 
tcrdapat pada net/if. h. Bcrikut isi dari stmct ({rcq pad a gam bar 2.16. 
Pacta strucl !f1·.:q merniliki lima variabel yang bertipe data so,.:kaddr yaitu 
1jru addr, (lm Jstaddr. ifru broadaddr, (fm netma,,k dan !f'ru hwaddr. 
1/ht addr mengandung alamat IP dari interface tersebut t(ru dstaddr 
mcngandung alamat tujuan jika interface tcrsebut mclakukan pomr to pomt 
dengan mteJjacl! lain. (fnt broaddr mengandung ala~TY~~t hroadcu\'1 mterjace. 
£fru netllw\k mengandung nilai netmafik yang dipakai oleh \ubnet mteiface. 
1/nt lnvaddr tnengandung alamat ~1AC atdu hardware dari interface tersebut. 
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ftdefint: LFNAHSIZ 
UCI lOti 
char: if r n _name l I FN.li.MS I Z J ; !I nama tnterace 
ifr_ifrn; 
union 
struct sockaddr ifru addr ; II IP Address 
struct sockaddr ifru dstaddr ; /lp_p link lain 
struct sockaddr ifru broadador ; // Broadcast 
Address 
l ; 
str:uct sockaddr ifr:u netmas}:; I I Netmasl: 
struct scckaddr ifru h\vaddr ; II M.~C Jl.ddress 
short ifru_flags; 
inc: .:.fru ivalue ; 
int ifru_mtu; 
struct ifmap ifru_map; 
char ifn: slave[IFNAMSIZ] ; 
char ifru_newname[IFNAMSIZ]; 
char ~ ifru_data ; 
struct if_settinqs ifru_settinqs ; 
ifr: ifru; 
Gambar 2. 16 Struct lfreq 
2.8 Cyclic Redudancy Check (CRC 
Keuka sebuah data terkirim melalui media yang dapat mengalami 
kesalahan sehmgga diperlu.lcan meka.nisme pengecekkan kesalahan. Salah satu 
mekamsme tersebut adalah C).·clic Redundancy Check (CRC). CRC menghimng 
blok data dengan membaca b!ok data sebagai string yang diambil dari nilai bil1er 
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masmg-masing karakter dari string. Contoh: 
Bentuk string I 
Bentuk desunal 
2 
Bentuk hexades1mal 30 
Bentuk biner 00110000 
3 
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31 
50 
32 
00110001 001 10010 
Bentuk biner diatas itttlah yang akan diproses dalarn CRC.) 
2.8.1 Mekanisme CRC 
2.8.1.1 Pengirim 
Sebuah data :;,.ang akan dikirimkan akan d1bagi terlebih dengan pembagi. 
Pembag1 mempunya1 n+ I bit. Sebelum dibag1, data yang diben tambahan ni!ai 0 
(nol) sebanyak n bit di belakang data. Hasil s1sa dari pembagian tersebut 
dmamakan nilai CRC. Setelah itu nilai CRC ini akan menggantikan nilai 0 
tarnbahan pada data tersebut. Data yang ditambahkan dengan nilai CRC itulah 
yang dikirimkan. 
2.8.1.2 Penerima 
Ketika data denbrru1 nilai CRC itu telah sampai di penerima maka akan 
d1bagi deng.an pembagi yang sarna dengan di pengirim. Jika hasil pembagian 
tersebut adalah 0 (not) mal<a data tersebut benar. J1ka tidak berarti data yang 
dtkmmkan terdapat kesalahan pada peng1riman atau data tersebut tidak dikirirn 
oleh penginm yang seharusnya. 
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00 .. 0 DATA 
PEMBAGI .,..1~ CRC DATA 
CRC nlltJS 
Gambar 2. t 7 Mekanisme CRC' 
2.8.2 Algoritma Dasar CRC' 
CRC DATA 
-
PEMBAGI 
REMAINDER 
J1ka ool ditenma 
Bukan ool atolak 
Penerima 
CRC' dapat kita selesai secara rnatematis dengan menggunakan Module 2 
aritmatika ya1tu menggunakan penghirungan biner tanpa carry sehingga 
menggunakan operasi XOR. 
Contoh Module 2 antmatika: 
Pcnjumlahan Pengurangan 
0+0=0 
0+1=1 
1+0=1 
1+1-n 
0-0=0 
n-1-1 
0-1=1 
1-1-n 
lntuk melakukan perhitlmgan CRC maka didefinisikan: 
T - (k-'- n} bit frame untuk ditransmisi . dengan n < k 
1\1- k bit mcssa[!.c. k bit pertama dari T 
C - n bit CRC. n bit terakhir dari T 
P pattern dari n+ l bit (pembagi) 
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C'ontoh: 
Diketahut· Message ~1 = I 00 I 00 
Pembagi P = 110 I 
Penyelesatan 
I. Nilai CRC ada n bit dimana n harus bernilai kurang I dari bit P sehingga 
nilain = 4-l = 3. 
2. Nilai M ditambahkan nilai 0 sebanyak n bit menjadi I 00 I 00000. 
3. Kemudian nilai M dibagi dengan P hingga mendapatkan nilai sisa. 
(Gambar 2.18) 
4. '\tlai M d1tambahkan nilai sisa didapatkan nilai T. Sehingga nilai T 
menjadi I 00 I 00001. T inilah yang akan ditranmisikan menuju penerima. 
PEMBAGI 
l l 0 1 
HA.SIL BA.GI 
1 1 1 l 0 1 
1 0 0 1 0 0 0 0 0 
1 1 0 1 
1 0 0 0 
Bit 0 tanbl\lvu\ 
dengan Jw:nlah 
blt kunmg 1 
ci.!m blt 
,J • 
1 1 0 1 ;; I' 
• . , p .. 
1 0 1 0 -t-• ~ 
1 
Ketike. bit paling 
lan sis a a.dalah 0 
m&ka akan 
cl1k\.u"angt 
denganOOOO 
~ -. -
SISA 
1 0 
1 1 
1 1 
0 
0 
1 
1 0 
0 1 
.. 
1 1 0 
0 0 0 
1 1 0 0 
1 1 0 1 
0 0 1 
Gambar 1.18 Proses Penghitungao CRC 
"'-' oq 
' ~ ... ) 
" 
, ' ..::>~ 
~'? ~ ..... 
' . 
,((,; 
J1ka udak ada kesalahan. maka penerima akan menerima T secara utuh. 
Untuk memastikan penerima menerima T yang benar, maka nilai T dibagi 
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' 
PEIVIBAGI 
HASILBAOI 
1 1 1 1 0 1 
1 1 0 1 1 0 0 1 0 0 0 0 1 
1 1 0 1 
• 
1 0 0 0 
1 0 1 
.. 
1 0 1 0 
1 1 0 1 
• 
1 1 1 0 
1 1 0 1 
+ 
0 1 1 0 
0 0 0 0 
,. 
1 1 0 1 
I SISA 1 1 0 1 
... 
. . ·-- 0 0 0 
Gambar 2.19 Proses Pemeriksaan CRC 
2.8.3 CRC Polynomial 
Bilangan biner dapat kita ubah menjadi bentuk polynomtal. Misalnya 
I 00 I 0 menjadi I x 4 + 0 x 3 + 0 x 2 + I x 1 + 0 x 0 = I x 4 + I x 1. Den!:,ran cara ini 
kila dapat mengubah data dan pembagi menjadi bentuk polynontial. Berikut 
standard dari pembagi dalam bentuk po~vnomwl: 
C'RC-12 
x l2"'" X II+ x 3+ x2+ x ~ 1 
CRC-6 
x l<> x~~+ X2+ 1 
CRC-CCITT 
X lc. xn"' X;+ 1 
CRC-32 x~1 + x2" t x2~- x22 -'- X 16 + X 12 + X 11 + xw -r x8 + X7 + x5 .,..~+ X2 + x + 1 
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2.9 Router 
Route yang bcrarti jalur adalah sebuah bagtan yang tak dapat dipisahkan 
untuk ktta berhubnngan dengan network lain bahkan dengan internet. Setiap host 
didalam jaringan akan membutuhkan routing tmtuk berhubungan. Sebagai contoh 
sederhana sebagai analo!;.'i adalah bila anda akan betjalan keluar dari rumah A 
dcngan tujuan rwnah 8 anda harus mclewati scbuah pintu kcluar (routing default 
rumah A) kemudian betjalan misalkan melewati jalan AB (routing network A-B) 
hingga anda akan menemukan nunah B dan bertemu dengan si B. Demikian pula 
halnya dalam sebuah jaringan komputer untuk mcnuju Internet. Perangkat yang 
mclakukan routmg dan bcrfungsi scbagai Jalan mcnuju network lainnya di sebut 
Router Router bekerja pada lapisan data lmk dan lapisan ph.vstcal 
.•.;:.p'=bon 
• • 
Apph~!IOn 
Transpon r .. nspon 
Nol\wrlc N~twatk Notwatk 
Datil Link Data Lonk Data Lonk 
Pl1~t<:ol I Pl1ysocel Pl1~ocel 
Gam bar 1.10 Wilayab Kerja Router 
2.9.1 .Jenis Routing 
yaltu 
Dalam implementasinya di LAN dan internet dikenal dua jenis routmg, 
a. Routmg Langsung (direct routmg) dimana setiap paket akan langsung 
dikirimkan kctujuannya karena remote host biasanya masih bcrada 
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dalam network subnetwork dengan local host. Routmg ini akan 
terJadi hila antar host dalarn satu subnet berkomunikasi atau hos1 
dengan router dalam satu subnet. 
Host Host 
- Direct Routing • ~ 
I 
Network Direct Routing 
' Router / 
Gambar 2.21 Direct Routing 
b Rowmg Tidak Langsung (md1rect routmg) biasa ditemukan dalam 
network yang memiliki beberapa subnetwork atau koneksi antar 
network di mtemet. Routing mi tetjadi apabila host pada subnet satu 
berhubungan dengan host pada subnet lain. 
Host So:_u_r_ce::...__ _ _ 
Network 
lnd1rect Rout1ng 
N etwork 
lnd1rect Routing 
~~~ Router 
( ~~ 
lnd1rect Rout1ng 
- _ L } Host 
Dest1nation 
Gambar 2.22 Indirect Routing 
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2.9.2 Routing Table 
Router mcmlliki routmg tahle untuk mcmungkinkan komunikasi antar 
subnet berlangsung dan rmllmg default dan host di masmg-masmg network akan 
d1arahkan pada router yang terdapat pada network tersebut. 
Routmg tahle biasanya memiliki ketujuh bagian betikut ini : mask, 
destmation address, gate•1-·ay address,.flags, reference-count, use dan antannuka. 
• Mask. Bagian ini mendefinisikan mask yang diterapkan ke alamat lP tujuan 
dari pakct untuk mcncmukan alamat network atau subnetwork dari tujuan. 
Dalam host-specific dan default routmf!., mask-nya adalah 255.255.255.255. 
Sedangkan dalam sebuah unsubnetted network, mask-nya adalah default mask 
untuk kelas IP. Cntuk kelas A adatah 255.0.0.0, kelas B adalah 255.255.0.0 dan 
untuk kclas C adalah 255.255.255.0. 
• Destination Address (alamat tujuan). Bagian ini mendefimsikan alamat ho-;t 
tujuan (host-.\peqftc address) ataupw1 network address tujuan (network-
spec({ic address). Sebuah host-spec{fic address tujuan memberi alamat tujuan 
lengkap, net ff) dan hosted . Sebuah network-spec{fic address hanya memberi 
alamat dari network dimana entity tujuan terhubung. 
• Gateway Address. Bagian ini mendefinisikan alarnat lokal gateway dari host 
ini atau ke subnet lain. 
• Flags. Bagian im mendefinisikan lima flag. Flag adalah on <~ff swttches yang 
ada ataupun tidak. Kelima flag adalah U (up), G (Katewc~v), H (host-specific), 
0 (added hy redtrectum), dan M (mod!fted hy redtrcction) 
44 
a U (up). /·lag U mengindikasikan router sedang up dan nmnmg. Jika.flag 
ini tidak ada, berarti router ini tidak berfungst. Paket t1dak bisa ditemskan 
dan harus dibuang. 
b. G (gatewa} ). Flag G berarti bahwa tujuan berada di jaringan lain. Paket 
harus dikirimkan kc next-hop router untuk pengiriman (pengiriman tak 
langsung). Ketikaflag ini hilang, berru1i llljuan berada dalam jaringan ini 
( pengiriman langsung). 
c. H (host-specific). Flag H mengindikasikan bahwa entry pada bagian 
tttiuan adalah host-speqftc address. Kctika.flag ini hilang, berarti alamat 
hanyalah network address dari tujuan. 
d 0 (added hy red!rection). Nag 0 mengindtkasikan bahwa informasi 
routing untuk alamat tujuan ini sudah ditambahkan ke routmg tahle host 
dcngan relhrectwn message dan ICMP 
e. M (mod~fied hy redtrection). Hag M mengindikasikan bahwa infom1asi 
routmg untuk alamat tujuan ini telah diubah dengan redtrectwn message 
dari IC'MP. 
• Reference count. Bagian ini memberikan jumlah user yang menggunaka.J.l rute 
ini setiap saat. Sebagai contoh, jika lima orang pada waktu yang bersamaan 
terhubtmg ke hO\t yang sama dari router mi, maka nilai untuk kolom ini adalah 
lima. 
• Use. Bagian ini mcmmJukkan jumJab pakct yang dikirimkan melalui router ini 
untuk tuJuan yang bersesuaian. 
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• Interface (antarmuka). Bagian ini menunjukkan nama dari mterjace yang 
dig.unakan untuk rowmg. 
2.10 HSRP 
2.10.1 Oefinisi HSRP 
Berdasarkan RFC2281 , Hot Standby Router Protocol (( ISRP) merupakan 
suatu mekanismc protokol yang bertujuan untuk memungkinkan host 
menggunakan satu router dan mempertahankan koneksi mesktpun hop (pettemuan 
antara dua buah router) pertarna router yang digunakan gaga!. Mekanisrne ini 
terjadt pada beberapa router yang bergabw1g dalam protokol ini dan membentuk 
satu virtual router. Protokol menjamin hanya satu router yang mengmm paket atas 
nama vtrtual router. 
2.1 0.2 HSRP Cisco 
HSRP ini pada mulanya dikenalkan oleh Cisco sebagai salah satu 
perusahaan pembuat router berbentuk perangkat keras. Pada bab ini akan 
dijelaskan HSRP dati router Cisco. Berikut ini beberapa istilah pada HSRP Cisco: 
• Router aktif : router yang mengirim paket untuk virtual router 
• Router standby : router yang akan menggantikan router aktif jika 
mengalami kegagalan. 
• Grup standby 
• Hello Time 
: sekelompok router yang bekerja tmtuk menampilkan 
gambaran dari satu Vlrtual router ke host melalui 
LAN. 
: interval waktu antara pengiriman pesan hello dari 
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• llold Time 
salab satu router. 
: interval waktu antara penerima pesan Hello dan 
asumsi awal bahwa router pcngirim gagaJ. 
Protokol HSRP menyediakan mekanisme untuk menentukan router aktif 
dan router s/andhy.berdasarkan nilai prioritas dari masing-masing router. Untuk 
melakukan mekanisme ini, semua router dalam satu kelompok tersebut sating 
mengirimkan pesan. Unnl.k mengurangi lalu lintas jaringan, hanya router aktif 
dan standhy yang mengirim secara periodik pesan HSRP sekali setelah protokol 
menyelesaikan proses pemilihan. 
HSRP menyediakan mekanisme yang dibuat untuk mendukung non-
dl\nlpiH:e .feu/over dari lalu lintas IP pada suan1 keadaan. Hal yang utama adalah 
protokol melindungi dari kemungkinan kegagalan dari hop pertama router ketika 
komputcr pcnginm tidak mengenali alamat rP dari hop pertama router secara 
dinamis. Hal ini dilakukan ketika router aktif gagal, router standby dapat 
mengambil alih tanpa interupsi pada koneksi host, Selain itu, router standhy juga 
mengambil alih pengiriman paket dari router aktif. 
Pada LAN mullfple hot grup standhy mlmgkin coexist (hidup pada waktu 
yang sama) dan overlap. Tiap standby group memulai satu virtual router. Tiap 
gntp litandhy dialokasikan satu alamat MAC, mirip seperti alamat IP. Alamat IP 
seharusnya menjadi pmnary sub net dalam pengunaannya pad a LAN, tetapi harus 
berbeda dari alamat yang dialokasikan sebagai alamat mterjace lmtuk semua 
router dan host pada LAN, termasuk virtual alamat IP untuk grup HSRP yang 
lain. 
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.llka bebcrapa grup menggunakan satu LAN, pemisahan dapat dilakukan 
dengan cara mendistTibusi host menjadi standby group yang berbeda. Pada kasus 
multiple group, tiap grup beroperasi independent terhadap yang lain. Individual 
router dapat berparhsipasi dalam multiple grup. Pada kasus ini. router mengatur 
state berbeda dan waktu untuk tiap grup. 
2.1 0.3 Protokol 
Dengan grup standby, router secara pe1i odik memasang infonnasi state 
meng~:-11makan berbagai macam pesan. Pesan ini tennasuk dalam sah1 paket 
S1andhy protokol beroperasi pada atas UDP dan menggW1akan port number 1985. 
Paket dik1rim ke alamat multicast 224.0.0.2 dengan TTl I. Router menggunakan 
alamat IP-nya sebagai alamat sumber W1tuk protokol paket, bukan alamat IP 
virtual. Hal in1 pentmg sehingga HSRP router dan mengidentifikas1 satu sama 
lain. 
2.1 0.4 Format Paket 
Format data pada UDP datagram sebagai berikut: 
Vers1on 
Holdt1me 
Version : 1 byte 
VirtuaiiP Address 
Gam bar 2.23 Format Paket HSRP Cisco 
Mempakan versi pesan HSRP. 
Op Code : 1 byte 
Hellotime 
Reserved 
Op c:ode menyatakan tipe pesan yang ada dalam pakct. Nilai Op Code antara lain: 
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0 - Hello 
Pesan Hello dikirim unluk memberitahu bahwa router sedang beketja dan siap 
menjadi router akti f ataupun router standh_v. 
I - Coup 
Pesan Coup dikirm kettka router ingin menjadi router ak.tif 
2 - Resign 
Pesan Res1~n dikirim ketika router tidak lagi mengingink.an menjadi router akti f. 
State : l byte 
Tiap router dalam grup standby mengimplementasikan mesin state. State 
menyatakan state pada saat router mengirim pesan . Nilai state antara lain: 
0 - Initial 
I - Learn 
2 - Listen 
4 - Speak 
8 - Standby 
16 - Active 
Hellotime : I byte 
Bagian int hanya berarti pada pesan Hello. Hellotime berisi perkiraan 
periode antar pesan Hello yang dikinn router. Waktu dinyatakan dalam satuan 
detik. Jika Hellot11ne tidak dikonfigurasi pada router, akan diambil dari pesan 
Hello dati router akrif. Hellotime hanya diambil dari hello router aktif, jika tidak 
ada Hellotune yang dikonfigurasi dan pcsan Hello adalah asli. Router yang 
mengirim pesan Hello harus mengisi Hellollme. Jika Hellotime tidak dia.mbtl dari 
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pesan Helin dcui router akt1f dan Hel/otmw tid~k secarn manual dikonfigura<;i . 
Sebaiknya nilai defau/13 (tiga) detik. 
Holdtime : 1 hyte 
Bagian im hanya herarti pacta pesan Hello Berisi wak·1u dunana pesan 
Helin seharusnya vahd Waktu dinyatakan dalam satuan detik 
Jika router mengitim pesan Hello, maka receiver harus memasti kan pesan 
Hello adalah valid dalam satu Holdtime. Holdtime sehamsnya paling sedikit 3 kali 
dati nilai Hellotune dan han1.s lehih hesar dati Hellollme . .Tika Holdtune tidak 
dikonfigurasi p11d11 router, mak11 ak11n di11mhil d11n pesan Hello dati rotltcr aktif 
Router yang dalam keadaan state aktif tidak boleh mengambil nilai baru 
untuk Hellotime dan f/o/dtime dari router lain, meskiptm mtmgkin router tersebut 
akan melanjutkan untuk menggunakan nilai yang diamhil itu dati router aktif 
sebelumnya Jika 1/o/dtnne tidak diambil dari pe~an he/In dan tidak secara mannal 
dikonfigurasi. nila1 default yang direkomendasikan adalah lO detik. 
Priority : 1 hyte 
Aagian ini digunakan nntuk memilih router aktif dan standhy router. 
Kenl<a membandingkan priotitas dari du router yang berbeda, router dengan nilai 
prioritas teninggi yang menang. Dalam kasus router dengan ptiontas yang sama. 
router dengan alamat IP yang lebih tingg~ yang menang. 
Group : 1 hyte 
Aagian ini mengidentifikasikan gnlJ) standhy Untuk Tnk<'n l?in~. nilai 
antara 0 dan 2 adalah vahd. Unruk media yang lain nilai antara 0 dan 255 adalah 
valid. 
50 
Authentication Data : 8 byte 
Ba1:,rian ini bensi clear-/ext karakter reused password. Jika tidak ada 
autenslfikas1 data yang dikonfigurasi, direkomendasikan nila1 default Ox63 Ox69 
Ox73 Ox63 Ox6F OxOO OxOO OxOO. 
Virtual I P Address : 4 byte 
Alamal IP virn1al yang digunakan oleh grup. Jika Alamat IP virtual tidak 
dikonfit-rtJrasi pada router, maka akan diambil dari pesan Hello dari router aktif. 
2.10.5 Parameter HSRP 
lnfonnasi mi hams diketahu.i oleh nap router yang tennasuk grup standby. 
• !\omor grup \tandb.v 
• Alamat MAC VIrtual 
• Priornas 
• Authentication Data 
• He/loll me 
• f loldt11ne 
ln fonnasi ini harus diketabui paling sedikit satu router di masing-masing 
gmp \'landh.v dan bisa diketahui oleh router lain yang ada dalam grup. 
Jika sebuah router memiliki prioritas lebih tinggi daripada router aktif dan 
preemplwn dikonfigurasi, router tersebut akan mengambil alih sebagai router 
akti f menggunakan pesan Coup. 
2.1 0.6 State 
Tiap router daJam group berpartisipasi di protokol dengan 
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mengimplementasikan .\late machme sederhana. Spesifikasi ini menggambarkan 
perilaku yang vmblt' secara ekstema1 dari \late machme int. Semua router mulai 
dengan tmtwl .\late. Berikut keterangan masing-masing stale: 
I. lmual 
Meruapakan stale awal dan menandakan HSRP sedang tidak berjalan. State 
int tet:jadi ketika perubahan konfigurasi atau ketika mte(face pertama kali 
keluar. 
2. Learn 
Router ttdak menentukan alarnat IP virtual, dan belum mengetahui pesan 
Hello yang autentik dari router aktif Pada Mate ini, router tetap menunggu 
untuk mendengar dari router aktif 
3. Listen 
Router mengetahui alarnat JP virtual namlm tidak mengetahui siapa router 
aktifdan standby sehingga router fT.,ten pesan Hello dari router lain. 
4. Speak 
Router mengirim secara periodik pesan Hello dan secara aktif berpartisipasi 
dalam pemilihan router aktif dan/atau standby. Router tidak dapat mengisi 
\late .\'peak kecuali memiliki alamal IP virtual. 
5. Standb) 
Router merupakan kandidat untuk menjadi router aktif selanjutnya dan 
menginm secara periodik pesan Hello. Di luar kondisi tramwnl. maka hams 
ada maksimal satu router dalam grup yang berada dalam state standby. 
6. Acuve 
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Router yang mengirim paket yang dikirim ke alamat MAC group. Router 
mengirim pesan Hello secara period1k. Di luar kondisi tram·1ent. maka hams 
ada maksimal satu router dalam group yang berada dalam state act1ve. 
2.10.7 Timer 
Tiap router mengatur tiga timer. yaitu timer aktif, timer standhy, dan 11mer 
Hello. 'l'irner akrif digunakan untuk memonitor router aktif. Timer aktif dimulai 
pada saat pesan Hello autentikasi dikenali oleh router aktif Akan dibapus pada 
saat Holdt11ne dikenali. 
11mer \landhy dtgunakan untuk memonitor router standhy. 1'1mer standby 
dtmulai saat pesan Hello autentik dikenali oleh router standhy. Akan dihapus pada 
saat Holdt11ne dikenali . 
Tuner Hello selesai, satu kali tiap periode Helloflme. Jika router dalam 
keadaan speak . '\landhy dan active. router hams membuat pesan Hello selama 
timer 1/e/lo habis. 
2.1 0.8 Event 
Berikut event pada mesin state HSRP: 
a. HSRP dikonfigurasi pada enable mterjace. 
b HSRP di-dl\ahle pada interface atau mterface di-cbsahle. 
c. Tuner aktif habis. Timer aktif diset pada Holdwne ketika pesan Hello 
terakhir dikenali dari router aktif. 
d. Timer standhv habis. Timer standby dise1 pada Holdwne ketika pesan 
Hello terakhir dikenali dari router standhy. 
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c 1imer Hello habis Timer periodik unntk pengiriman pesan Hello yang 
telah habis 
f Menerima pesan Hello dengan prioritas lebih tinggi daripada router dalam 
g. Mencrima pesan Hello dengan prioritas lebih tinggi daripada router aktif. 
h. Menerima pesan Hello dengan prioritas lebih rendah daripada router aktif. 
1. Menerima pesan Resign dari router aktif. 
J. Menerima pesan Coup dari router dengan prioritas tertinggi . 
k Menerirna pesan Hello dari router standhy dengan prioritas tertinggi. 
I. \11enerima pesan Hello dari router srandbv dengan prioritas terendah. 
2.10.9 Action 
Bagtatl 1111 menjelaskan aksi yang harus dilakukan sebagai bagian dari 
mcsin state 
A Start Active Timer 
Jika aksi ini muncuL sebagai basil penerima pesan Hello autentik dari 
router akti( trmer aktif di set pada babrian Holdtime pacta pesan Hello. 
Scbaliknya timer akrif di set menjadi nilai Holdtune yang digunakan router 
ini T11ner ak1if dimulai. 
B. Start Standby Timer 
Jtka akst ini tetjadi sebagai basil penerima pesan Hello autentik dari router 
\tandhy. tuner .\landby di set pada bagian Holdtrme pacta pesan Hello . 
Sebaliknya tuner standhy di set menjadi nilai Holdtrme yang d.igunakan 
router ini . {rmer standby dimulai. 
C Stop Active Timer 
l1mer aktifdimatikan. 
D Stop Standby Timer 
Jimer \landh_v dimatikan. 
E. Mempelajari parameter 
Aksi ini dilakukan ketika pesan autentik diterima dari router aktif Jika 
alamat IP virtual tmtuk grup ini tidak secara manual dikonfigurasi, alamat 
IP virtual akan diambil dari pesan. Router akan mempelajari Hellotime dan 
Holdtlln<' pesan. 
F. ~engtrim pesan Hello 
Router mengirim pesan Hello dengan statenya, Hellot11ne dan Holdt11ne. 
G. Meng.irim pesan Coup 
Router mengtrim pesan Coup tmtuk menginformasikan kepada router aktif 
bahwa terdapat router dengan prioritas lebih tinggi . 
H. Mengirim pesan Resign 
Router mengirim pesan Resign untuk memungkinkan router lain menjadi 
router akttf. 
Menginm pesan Gratuitous ARP 
J. Router melakukan broadcast paket respon ARP advertl'iln~ alamat IP 
vtrtual dan alamat MAC virtual grup. Paket dikirim menggunakan alamat 
MAC virtual sebagai sumber alamat MAC pada header la_ver lmk bersama 
dengan paket ARP. 
55 
2.10.10 Transisi State 
fabel berikut menggambarkan perubahan mesin state. Lntuk tiap kejadian 
dan state router, router barus melakllkan serangkaian aks1 yang dispesifikasikan 
dan pcmbahan state. Jika aksi tidak dispesifikasikan, tidak aksi yang perlu 
dilakukan. Jika tidak ada perubahan state yang. dispesifikasikan. tidak pembahan 
state yang harus dilakukan. 
Notasi yang digwtakan pada table berikut adalah aksi yang dilakukan 
dilambangkan huruf. State selanjutnya dcngan lambang nomor. Tanda slash ('/') 
membatasi aksi dan state. Contoh notasi AB/213 berarti pada state tersebut hams 
melakukan aks1 A dan B kemudian berpindah ke state 2 (learn) atau 3(1isten). 
Tabel2. 3 Transisi State Cisco 
I I I 2 J 4 I " ' (i I 
lmt1a I Learn Listen Speak .\Jandhv Active 
Event 
,._ 
a I AB/23+ I : 
b COil I CD II CD/ I CD/I CDI-I/1 
c I AB/4 CDFI/6 1-· ·~ 
I - ·-ll B/4 D/5 
i--
~ ! ! F I F F 
' 
i 
f I 8 /3 T B/3 I t t r: AB/3 EA ~ fA fA AB-'4 g 
h I I EAB 3 A BGFJ/6* AlBGFI/6* I A BGFI 6* G I 
I AB4 ; A CFI16 
_t 
I .I ABH/4 
~ 8 8'3 
l 
B/3 
I 
8 
l 1----I 814 D'S 8 
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Kctcrangan: 
Jika alamat IP vtttual dikonfigurasi, rnaka akan diberi nilai state 3 (Listen). 
1 amun jika alamat IP virtual tidak dikonfiguras1. bemilai state 2 (!,eam). Pada 
J..:asus lain lakukan aksi A dan B. 
* Jika router dikonfigurasi sebe1um 1akukan aksi B. G. H. dan I dan nilai state 6 
(Active). Jika router tidak dikonfigurasi untuk sebelumnya, lakltkan aksi A 
dent--ran tidak ada perubahan state. 
Tabel transisi diatas tergambar state machine (Gambar 3.2) dimana 
notas1 slash(' ·) memisahkan antar event. 
d/1 
c/h/t 
h 
h 
elk 
" ACtlVP 
.. 
e/g/l 
• Standby 
b b a 
.. 
.. 
Listen 
• 
rtK 
• Learn 
glk 
• ~ 
~ 
Gambar 2.24 State Transisi HSRP Cisco 
2.10.11 Pemilihan Alamat MAC 
flk 
c/ifl 
Tiap gmp HSRP memiliki alamat MAC virtual. Pada jaringan token rmg. 
alamat ini menjadi alamat fimgsional. Tiga alamat OxCO OxOO OxOO OxO I OxOO 
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OxOO, OxCO OxOO OxOO Ox02 OxOO OxOO, OxCO OxOO OxOO Ox04 OxOO OxOO 
menyatakan grup 0, I, dan 2. 
Pada media yang lain, alamat MAC virtual adalal1 OxOO OxOO OxOC Ox07 
OxAC XX dimana XX menyatakan nomor grup IISRP. Router yang 
mengimplcmentasakan HSRP harus menggunakan alamat MAC HSRP sebagai 
alamat grup MAC virtual. 
Router aktif harus menerima dan mengirim lalu lintas yang meT~adi 
tu.Juan alamat MAC virtual grup. Router hants berhenti menerima atau mengirim 
laha ltnta~ tersebut "-etika router meninggalkan state acttve. 
Jika dan hanya jika router dalam keadaan aktif. router harus menggunakan 
alamat grup MAC virtual sebagai alamat swnber untuk pesan Hello. Hal ini perlu 
untuk memung"-inkan bridge /earnin~ dapat mengetahui segmen LAN yang mana 
yang memiliki alamat MAC virtual tersebut. 
Untuk tiap grup, memiliki satu alamat IP virtual dan satu alamat MAC 
virtual. Situasi ini muncul, karena table ARP diisi pada stasiun akhir tidak 
memerlukan perubahan waktu seperti pada router aktif HSRP berubah dari sam 
router kc yang lain. 
I ISRP yang bekerja pada lingktmgan menggt.makan bridge, bridge harus 
dapat segera melakukan update dirinya seperti perpindahan alamat lP virtual. 
Meskipun learnin~ hrid}!.e dapat melakukannya, beberapa bridge merniliki 
masalah dalam hal ina. Oleh karena itu, disarankan agar !rue leumin~ hrtdge 
dagunakan dengan I ISRP. 
Pcrgerakan alamat MAC virtual dapat mcnyebabkan efek yang tidak 
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dtin¢nkan pada lingkw1gan dimana state tambahan sangat ketat terhadap alamat 
\1AC. Contoh pada Token Ring, jika Source Route Bndgmg digunakan, RIF akan 
disimpan dengan alamat MAC virtual ke hoM RIF cache. Rlf mengindikasikan 
_1alur dan ring akhir yang digunakan untuk mencapai alamat MAC. Transisi router 
menjadt .\lute uc:five, tidak akan mengubal1 RIF c:uc:he pada host di bridged ring. 
II a I ini menyebabkan paket bridged di ring untuk router aktif sebelumnytt. 
Dalam situasi tersebut. router dapat menggunakan alamat MAC nonnal 
sebagai alamat MAC virtual. Pada metode ini, alamat IP virtual akan di map ke 
alamat MAC yang lain. Hal ini dapal menimbulkan masalah pada stasiun akhir 
karena tabel ARP secara statik melakukan mappmg antara alamat MAC dan 
alamat IP. Tabel ARP ini secara nonnal diperbarui ketika stasiun akhir menerima 
rcspon ARP tak bcralasan yang dihasilkan oleh router yang mengisi .\late aclive. 
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BAB III 
DESAIN DAN IMPLEMENTASI SISTEM 
3.1 Oefinisi Sistem 
Aplikasi ini berjalan pada sekelompok router yang terdapat dalam satu 
subnet. Pada router-router tersebut dijalankan aplikasi yang sama. Tidak ada 
perbedaan aplikasi antara router aktif dan standby. Aplikasi sendiri yang akan 
mengatur mekanisme yang terjadi antara router aktifdan standby. 
Vlekamsme tersebut dapat terjadi karena router-router tersebut 
berhubungan secara broadcasT pada port tertentu. Sehingga router standby dapat 
mengetahm Jika sewaktu-waktu router aktif mati atau ttdak dapat lagi 
menjalankan fungsinya. Router-router tersebut masing-masing memiliki alamat IP 
yang berbeda. Namun ketika menjadi aktif, router tersebut hams menggunakan 
alamat IP virtual yang telah ditetapkan karena alamat IP virtual ini digunak.an 
olch klien-klien sebagai alamat IP router mereka. Selain alamat IP virtual , router 
aktif akan menggunakan alamat MAC virtual. Sehingga klien tidak perlu 
mengetahui mekanisme yang terjadi kelompok router tersebut. 
VIPNMAC VMACNIP 
HRSP Group 
Klien Router Router Klien 
Gambar 3.1 Sistem HSRP 
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Unntk rnengatasi kesalahan dalam pengirirnan data, sistern ini dilengkapi 
dengan Cyclic Redundancy Checking (CRC). Dirnana data yang akan dikirim 
diben tambahan mla1 CRC sehingga ketika data telah diterima akan diperiksa 
dengan generator CRC. 
Pada sistem ini tidak meimplementasikan HSRP seluruhnya karena 
keterbatasan dari sebuah router komputer, yaitu router aktif tidak dapat 
mengirimkan pesan resign yang bertujuan memberi tahu router lain agar segera 
menggantikannya. Oleh karena itu sistem ini dinamakan semi hot standby router 
protocol. 
3.2 Oesain Sistem 
3.2.1 Oesain Aplikasi 
3.2.1.1 Transisi State 
Tiap router dalam grup yang berpartisipasi pada protokol ini dapat 
digambarkan dalam state machine sederhana. Berikut ini state-state yang dilalui 
oleh router: 
1. Initial 
Merupakan state awal dan mekanisme belum berjalan. Pada saat ini router 
rnelakukan konfigurasi protokol HSRP-nya sendiri. 
2. Listen 
Router belum mengetahui apakah ada router lam yang telah aktif atau 
tidak. State ini terjadi pada saat aplikasi baru dijalankan. 
3. Speak 
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Kondisi ini terjadi ketika router aktif mari. Setelah int semua router 
standby melakukan pemilihan router akrif 
4. Standby 
Pada saat ini router dapat menggantikan router aktif jika router aktif gagal 
dan mengirirn pesan 'S' secara periodik pada router aktif. 
5. Active 
Pada saat ini router dalam kondisi aktif dan mengirim pesan 'A' jika ada 
router standby yang mengirimkan pesan ' S' a tau ' R'. 
State pada aplikasi ini bampir sarna dengan HSRP Cisco, hanya state team 
yang ditiadakan. State learn tidak berfungsi karena aplikasi irli akan berjalan jika 
semua parameter telah dikonfigurasi dan jika setelah aplikasi berjalan telab ada 
router lain yang aktif, maka nilai konfigurasi virtual JP dan virtual MAC diambil 
dan pesan router aktif. 
lJntuk menuju state satu ke state lain ada event yang terjadi pada router 
tersebut. Berikut ini event-event yang terjadi pada router: 
a. HSRP dikonfigurasi. 
b. Waktu registrasi habis dan tidak menerima pesan dari router lain. 
c. Waktu registrasi habis dan menerima pesan ·A'. 
d. Waktu registrasi habis dan menerima pesan ' R' dengan prioritas lebib 
tinggi. 
e. Waktu registrasi habis dan menerima pesan 'R' dengan prioritas tertinggi 
dan sama, namun menerima nilai IP lebib tinggi . 
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f. Waktu registrasi habis dan menerima pesan 'R' dengan prioritas tertinggi, 
sama dan nilai IP tertinggi. 
g. Waktu standby habis dan tidak menerima pesan ·A'. 
h. Waktu standby habis dan menerima pesan ·A'. 
1. Menerima pesan · S'. 
J. Program error atau dihentikan. 
Ketika event berlangstmg diperlukan action sebelum menuju ke state 
berikutnya. Action pada aplikasi ini tidak melakukan pengiriman pesan Coup dan 
Res1gn seperti HSRP Cisco. Hal tesebut dilakukan karena router yang sedang 
dalam kondisi aktif tidak perlu diubah menjadi standby yang akan berakibat pada 
kettdakstabilan lalu lintas Jaringan. Act/On pada router yang menggunakan aplikasi 
ini adalah sebagai beril'Ut: 
A. Memulai waktu registrasi 
ActiOn ini muncul pada awal aplikasi setelah state 1mtJGI dan ketika router 
aktifmati. Action dilakukan setelah mengirimkan pesan 'R'. 
B. Memulai waktu standby 
Act/On ini dilakukan oleh router standby yang akan menunggu pesan dari 
router aktif 
C. Menginm pesan 'R' 
Acllon im muncul pada awal aplikasi setelah state mwal untuk mengetahui 
apakah ada router aktif dan pemilihan antar router standby. 
D. Mengirim pesan ·A' 
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Acttml ini dilak-ukan oleh router aktifyang menerima pesan ·s dari router 
standby. 
E. Mengirim pesan · S' 
Actwn ini dilakukan oleh router standby untuk mengetahui apakah router 
aktifmasih hidup. 
F. Ubah nilai VIP dan VMAC sama dengan VIP dan VMAC router aktif. 
Action ini dilakukan ketika router mendapat pesan 'A' dari router aktif 
G. Mengubah nilai MAC menjadi VMAC dan menambahkan nilai VfP 
Action ini dilakukan oleh router yang akan menjadi router aktif. 
H. Mengubah nilai VMAC menjadi MAC dan membuang nilai VIP 
ActiOn ini dilakukan oleh router yang akan menjadi router standby. Selain 
itu apltkasi ini dilakukan jika program mengalami error atau terhentikan. 
I. Mengembalikan routing table 
Actwn ini dilakukan oleh router yang mengalarni perubahan status dari 
standby ke aktif atau sebaliknya. 
Hubungan antara state, event dan action dapat digambarkan pada tabel 3.1. 
Untuk setiap event dan stare router barus rnelakukan serangkaian action. Notasi 
angka menunjukkan state berikutnya, huruf lowercase menunjukkan event dan 
huruf uppercase menunjukkan action. Untuk mengetahui keterangan masing-
masing notasi (angka dan huruf) lihat keterangan di atas. Tanda slash (!) 
memisahkan antara action dan state berikutnya. 
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Tabel3. 1 Transisi State 
l 2 3 4 5 
Initial Listen Speak Standby Active 
Event 
A AC/2 
8 DGI/5 DGI/5 
c BEF/4 BEF/4 
0 BE/4 BE/4 
E BE/4 BE/4 BE/3 ,- --
1- -
,_ 
F DGI/4 DGI/4 
G AC/3 
H BEI/4 
I 0 
J HI HI 
Untuk mernperjelas table 3.1 tersebut, dapat digambarkan state machme 
pada Gambar 3.2. Yang terdapat dalam tanda kurung merupakan aksi yang harus 
dilakukan untuk menuju ke state berikutnya, 
b(DGI} 
\ liSten 
........._... c(BEF) 
dle(BE) ( 
dle(BE) 
f(DGI) 
speak 
f(OGI) 
b{DGI) 
Gam bar 3.2 State Machine Insco 
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3.2.1.2 Use Case Diagram 
root 
· Running <<include>> 
MonitOring 
<<include>> 
( ) 
Stopping 
Configuring 
Gambar 3.3 Use Case Diagram Aplikasi 
Use Case Diagram diatas menggambarkan aplikasi ini memiliki sebuah 
aktor ya1tu root (administrator). Root dapat melakukan proses monitormg, 
runnmg, stoppmg dan configuring. Berikut peojelasan masing-masing use case: 
• Monitoring 
Pada use case ini root dapat melihat perubahan mekanisme yang 
terjadi pada router tersebut seperti router menjadi aktif, router menjadi 
standby, pemilihan router dan kesalahan-kesaJahan konfigurasi. Use case 
ini terjadi jika use case running telah beijaJan. 
• Running 
Use case ini akan beijalan jika use case configurmg telah 
dilakukan. Dapat dikatakan use case ini merupakao use case utama karena 
saat use case ini teijadilah mekanisme HSRP tersebut. 
• Stopping 
Root dapat menghentikan proses running pada use case ini. Oleh 
karena itu use case ini harus didahului use case runmng. NamWl proses 
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runnmg Juga dapat dihentikan jika terjadi error selama aplikasi ini 
berjalan pada background proses. 
• Configuring 
Proses konfigurasi parameter untuk use case running terjadi pada 
use case ini. 
3.2.1.3 Activity Diagram 
Berikut adalah activity diagram dari aplikasi ini yang didasarkan atas use 
case yang ada. 
l. Monitoring 
Pada actiVIty diagram monitoring, root perlu melakukan pengecekkan 
apakah proses tersebut sedang running atau tidak hal ini bisa dilakukan dengan 
perintah ps - ef. Jika proses tersebut berjalan maka root dapat melihat logger 
aplikasJ yang terdapat pada 5yslog . 
2. Running 
Llst Log 
Terrmnate 
• start 
cek proses 
running 
yes run 
no 
~· stop 
Gam bar 3.4 Activity Diagram Monitoring 
Pada actiVIty dwgram ini, parameter yang telah melalui proses configuring 
akan diinisilisasi. Jika ada kesalahan parameter yang diberikan misalnya di router 
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tersebut hanya ada ethO dan ethl tapi aplikasi ini menerima input eth3 maka 
proses runmng akan dihentikan. Namun jika semua parameter cocok maka proses 
akan segera menyimpan alamat MAC asli, membuat logger sebagai tanda awaJ 
mekanisme dan mengembalikan nilai routing yang benar. Acttvrty diagram 
tedapat pada gam bar 3.5. 
• 4 
inisialisasi 
parameter 
Sompan Mac 
Ash 
r Membuat \._,...., reetore routong 
.._ Logger 
Gambar 3.5 Activity Diagram Running 
3. Stopping 
Pad a u~e case ini root mengecek apakah proses tersebut berjalan atau tidak 
jika sedang beljalan maka proses dapat dimatikan. Namun sebelurn proses 
tersebut dimatikan maka ada handler untuk mengembalikan router ke keadaan 
semula baik berupa alamat IP maupun MAC. Selain root, aplikasi juga dapat 
terhenti jika teijadi error selama proses background berlangsung. Gambar use 
case ini dapat dilihat pada gambar 3.6. 
4. Configuring 
Use case ini digambarkan pada Gambar 3.7. Pada u~e case ini root 
memasukkan input-input yang dibutuhkan. Kemudian program melakukan 
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pengecekkan apakah input yang diberikan benar. Jika benar maka akan diterusan 
ke proses running. Jika salah maka program akan memberikan pesan kesalahan 
dan root harus menuliskan konfigurasi ulang. Selain memasukkan input langsung 
pada program. Root juga bisa menuliskan file konfigurasinya terlebih dahulu. 
Kemudian program dapat melakukan pembacaan fi le konfigurasi tersebut. Jika 
ada kesalahan pada file konfigurasi, proses running akan dihentikan . 
Kill Proses 
• 
--cek p~oses 
_ ___:.::ru::..:.nning 
yes X run 
Restore IP & MAC 
no 
membuat logger • 
Gam bar 3.6 Activity Diagram Stopping 
• 
Memasukkan 
inR\,!L_ 
Cek inPut 
/, tile yes . baca & parsrng 
- no tile 
salah ' ~meter . .., 
-- benar 
running 
Gambar 3.7 Activity Diagram Configuring 
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3.2.1.4 Sequence Diagram 
1. Sequence Diagram Monitoring 
Proses momtormg hanya dapat dilakukan pada command /me. Root 
memberikan perintah tail - f untuk file syslog. Dengan perintah tersebut akan 
diketahui hal-hal yang terkait dari aplikasi tersebut, baik status router, pesan 
kesalahan dan lainnya. Prose monitoring ini terdapat pada Gam bar 3.8. 
. root · cmdline : membaca : file syslog 
tall -f 
>-
- cart file syslog 
> tamp1lkan 1s1 file 
> 
Gam bar 3.8 Sequence Diagram Monitoring 
2. Sequence Diagram Running 
Pada command line, proses running (Gambar 3.9) dapat dilakukan dengan 
konfigurasi langsung atau memasukan file konfigurasi. Jika nilai input atau hasil 
parsmg file konfigurasi benar, maka akan dilakukan proses pencatatan pada file 
syslog. Setelah itu nilai MAC asli disimpan pada sebuah file dan daemon 
dijalankan. Pengembalian nilai routing dan penambahan routmg mu/ucast pada 
routmg table merupakan proses berikutnya. 
Sedangkan untuk proses running yang menggunakanform (Gambar 3.10), 
root menekan tombol start dan langkah selanjutnya sama dengan sequence 
dtagram yang menggunakan command line. 
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3. Sequence Diagram Configuring 
Pada sequence dwgram configuring command /me (gambar 3.11 ), root 
dapat melihat input apa saJa yang harus diberikan dengan mencetak help. Setelah 
itu root dapat memberikan input yang sesuai. Jika input yang diberikan salah, 
maka akan di tampilkan pesan kesalahan. Jika benar, maka proses running akan 
dilakukan. 
Untuk sequence diagram configuring .form (gambar 3.12), user diberikan 
kemudahan dalam memasukkan input. Input dapat berupa parameter yang tersedia 
pada texthox atau rnemasukkan input file. Input yang diberikan oleh user akan 
disimpan dalam bentuk flle yang akan menjadi input bagi proses running. 
~ 
-l!lm ~ ~ rile Kod!cw!s• ~ !ll!&!!ll!!l!te ...1!J..M.Mi ~ 
Jncl<&f..O 
,...., 
np<.t salah 
< 
pa<SirQ file 
-~ 
L 
catat awal I 
c.-staua 
>..--t----'-
- > 
Gam bar 3.9 Sequence Diagram Running Command Line 
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~ xtnsco Foon cek 1f!!)!t File Konlg!!ast rest()(e I'OUJng table ~ 
tekan tombol st¥10 
> 
cell 51e ada 
> 
tnput salah 
< 
catat awal 
s1mpan MAC asll dan J8l&rWcan dllemon 
l >: 
kei'T1bahkan ~~ 
>: > 
Gambar 3.10 Sequence Diagram Running Form 
fQQt . cmdline 
pont help 
:::>-
tie svslos! 
tnput parameter 
;:>- tampllkan k"alahan Jlka input kurang atau selah 
Gambar 3.11 Sequence Diagram Configuring Command Line 
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...._ root Form 
. form setting c~ : File Konfiguras• 
teican tombol sett1ng 
> 
mput parameter 
> 
cek parameter 
> 
load 
save 
Gambar 3.12 Sequence Diagram Configuring Form 
4. Sequence Diagram Stopping 
Root dapat melakukan proses ini mela1ui command /me a tau form. Pada 
c:o11mwnd /me yang terdapat pada gambar 3.13. root mengetikkan perintah kill. 
Scdangkan pada.form yang terdapat pada gambar 3. 14, root menekan tombol stop. 
Selam root, aplikasi ini juga dapat melakukan penghentian sendiri jika terjadi 
error pada saat proses running. Misalnya tiba-tiba inteljace down. 
Kctika proses slopping dilakukan, secara otomatis dikembalikan alamat IP 
dan MAC' kembali sepeni semula sebelum prob'Tam ini dijalankan. Hal ini 
dilakukan agar tidak terjadi kontlik dengan router standby yang akan 
menggantikan router im dengan nilai MAC dan IP yang sama. Selain itu. 
dilakukan Juga pencatatan pada sysfog bal1wa router ini telah berhenti pacta jam, 
menit dan detik saat itu. 
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routmg table file MAC file syslog 
tekan tombot st~ 
tnput nama interface 
-- >-
kembahkan routlng 
:>, 
hapus routing muldcast 
~ · 
l 
kembalikap nii!J MAC >. 
catat akh1r 
Gambar 3.13 Sequence Diagram Stopping 
..:.lQQ1 c mdhoe ~tore rout1ng table file MAC 
kill 
> 
1nput nama interface 
~'1 
kemballkan routmg 1 
> 
~apus routJng multJc~st 
>: 
kembahkan ntlat MAC 
aatat akh1r 
> 
Gam bar 3.14 Sequence Diagram Stopping 
> 
• n1e syslog 
> 
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3.3 hllplementasi Sistem 
3.3.1 Kdmtuhan Sisknl 
3.3.1.i Router 
Api ika:,t tuult:t 1111 ltt~euta Jalaut uu1:1 111acam yatlu ( 'uu11nwtd Unc 
lnle~ju<:e dan Cirupfucui User jnier.fuce. Uset dap<tl tllellHiilmya ber<.la:,at kan 
hardware yang dtmihkmya. Kebutu.han hardware untuk router yang menggunakan 
aplikas1 1111 secara umum adalah memilik1 2 LAN CARD dengan s1stem tennsta1 
OS Lu\ux. u~tlgatl kt:•.••d 1ninu11wn 2.2 yang tilt:t\uukutig t\ tultica~l. Bt:t il\..ul 
kebulllhau ma~mg-masmg apiika:,i . 
I. Aplikasi ( 1iiiimc:mJ Line Jntcrjacc membutuhkan hardware dengan 
spesitikasJ mmmmn PC Pentimn 133, RAM 32 MB, Hard1sk 1GB dengan 
it• ::,ooia g(;"' • .-.i.1iti1al ven.i 3.2. Stdangk.an umuk t11t: 'pui uan del> tidal... 
mcmbutuhkan gee dan harus aua adaiah lthrury C yang tuem.lukw1g socke1. 
1. Apl1kas1 (;raplncal User lme;jace membutuhkan hardware dengan 
spesitikas1 m1nmmn PC Pentium ti, RAM 64 MB, ~ lard1sk 2,3GB dengan 
aplikasi Cwmllullt.i Urie lnlet:fw.:e (nomot I ) tdah tednslal. Aplikasi ini 
juga membutuhkan i1hrury GTK dan XWindows yang lerinstal. 
3.3. 1 .2 KJien 
kebutuhan untuk klien adalah dengan speSihl..asi hardware mtmmun PC 
Pentmm 386, RAM 32 MB, Hardisk 100 MB dan terliubung dengan LA1'J yang 
:;&lu :,ubuel dt:ngafl :,alai\ ::,aiu fOul~f. Hubungan fOult:r dan kl it:a1 h~fdapal pada 
Gambat 3.15. 
75 
Swrtch 2 
Kl1en 2 1 
Kilen 1 1 
Swrtch1 ~  ... 
~I 
Kl1en 2 2 
Router 
Standby 
Kilen 1 2 
'I 
Gambar 3.15 Kebutuhan Server dan Klien 
3.4 lmplementasi Aplikasi 
Aplikasi im yang menerapkan HSRP ini diberi nama INSCO. Berikut hal-
hal yang berkaitan dengan aplikasi INSCO. 
3.4.l lnstalasi INSCO 
Aplikasi INSCO dapat diinstal pada semua distro Linux. Aplikasi ini 
tersedia dalam 3 macam paket, yaitu tar.gz. rpm dan deb. Paket tar.gz dapat 
diinstal pada semua distro yang terdapat gee, paket rpm khusus dinstal pada distro 
yang menduklmg Red Hat Packet Manager seperti Red Hat, Mandrake, Fedora 
dan lain-lain, sedangka.n paket deb khusus diinstal pada distro yang mendukung 
paket debian seperti debian dan knoppix. Berikut ini cara pengmstalan paket-paket 
tersebul. 
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3.4.1.1 Ta r.gz 
I. Ekstrak file insco-l .O.tar.gz atau xinsco-l .O.tar.gz (w1tuk (iraphtcall lser 
!nte~fm.e ) pada path /usrllocallsrc 
N cd /usr/local/src 
n tar hvfz insco-l . O. tar . gz 
2. Lakukan konfigurasi penginstalan 
# . /configure -options=options value 
Untuk mengetahui pilihan parameter untuk konflgurasi . 
# . /~onfigure --help 
3. Lakukan kompilasi pada paket. 
# make 
Lakukan penginstalan paket 
~ make install 
3.4.1.2 RPM 
Untuk paket rpm, instalasi cukup mudahnamun tidak Oeksibel seperti tar.gz. 
H rpm -ivh ~nsco-l . O . rpm 
3.4.1.3 OEB 
Seperti paket rpm, instalasi paket deb ian juga mudah. 
# dpkg -~ insco_1 . 0 . deb atau # dpkg -i xinsco_l . O. deb 
Jika menggunakan APT, dengan catatan debian anda terhubung dengan source 
debian di mtemet. 
~ apt-get -~nstall insco 1 . 0 atau apt-get -install xinsco 1 . 0 
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3.4.2 Format Data Protokol HSRP rNSCO 
Dalam berhubungan router dalam kelompok HSRP menggunakan protocol 
1\JSCO. Struktur protocol INSCO disustm berdasarkan format sepetti gambar 
3 16. 
msg IP VIP VMAC Prior CRC 
it as 
RJNS '" \\ X'' \\.\ XX,\ 
I byte I b)1e ~2b)1e~ 
Gambar 3.16 Keraogka Format Protocol INSCO 
Keterangan : 
I . msg 
M<>g hertipe data char. Msg dapat bemilai ' R','S' dan 'A'. Msg bemilai 
'R' bcrarti rcgistrasi router 
2. IP 
IP bertipe data string yang terdiri atas 4 karakter. Setiap karakter bernilai 
antara 0 sampai dengan 255. IP ini bemilai sesuai dengan alamat IP router 
pengirim. 
3. VIP 
VIP bertipe data string yang terdiri atas 4 karakter. Setiap karakter bemilai 
antara 0 sampai dengan 255. VIP im bemila1 sesuai dengan alamat TP 
virtual kelompok HSRP. 
~. VMAC 
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V\lfAC' hertipe d~ta string yang terdiri atas 6 karakter Setiap 2 karakter 
van!! berdampingan bemilai antara 0 sampai dengan 255. VMAC tm 
bemilai sesuai dengan virtual MAC Address kelompok HSRP. 
5. prioritas 
Prioritas bertipe data char. Prioritas bernilai antara 0 sampai dengan 255. 
Nilai menut\iukkan tingkat prioritas sebuah router dibandingkan dengan 
router lainnya pada saat terjadi pemilihan router. Semakin tinggi prioritas 
maka semakin besar peluang sebuah router untuk mengantikan router aktif 
jika mengalami kegagalan. 
6. CRC 
CRC bertipe data string yang terdiri atas 2 karakter. CRC ini berfungsi 
sebagat pemeriksa kesalahan data yang diterima. Penghitungan C'RC ini 
dtdapatkan dan seluruh data paket yang dikirimkan sebelum ditambhakan 
CRC. 
3.4.3 Mekanisme Sistem INSCO 
3.4.3.1 Kondisi Sistem 
Oalam mekanisme sistem INSCO terdapat 3 kondisi yang dapat terjadi 
yaltu : 
I. Semua router dalam kondisi standhv. Hal ini dapat terjadi karena router 
ban1 dinyalakan bersama-sama atau router aktif matt sehingga tetjadi 
pemilihan di antara router-router yang ada. Semua router dalam kondisi ini 
akan mengirimkan msg bemilai 'R' hal ini dilakukan untuk mengetahtti 
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ntlai priorit~c: c1an nilai alamat IP terakhir yang menjadi pertimbangan 
untuk menentukan siapa yang akan menjadi router aknf selanjuLnya. Nilai 
prioritas lebih diutamakan daripada nilai alamat IP terakhir. Jika ada router 
memiliki nilai prioritas tertinggi daripada router lain maka rottter ini akan 
met~adi aktif Tetapi jika ada router lain yang memiliki prioritas yang 
sama maka akan dipilih berdasarkan niJai alamat IP terakhir. Misalnya ada 
router A memiliki prioritas I dan alamat fP I 0.126. 1 0.169, sedangkan 
router B memiliki prioritas 1 dan alamat 1 P 10 126 10 168, maka router A 
akan dipilih menjadi router aktif. Gambar 3. I 8 memgambarkan bagaimana 
proses pemilihan router. 
Gam bar 3.17 Kondisi Pemilihan Router 
• 
yes 
-alWf 
M no 
~tertrw • 
yes. 
no adapnomas no aklll 
sam.. 
.., 
yes 
nl311ple<akhw 
tertinggl 
yes 
Gam bar 3.18 Proses Pemitihan Router 
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2. Sebuah router bam dihidupkan kemudian router ini mengirimkan msg 
bemila1 ' R' . Sebuah router aktif yang menerima pesan terse but segera 
memberil..an balasan msg bemilai ·A· sebagai pemberitahuan bahwa sudah 
ada router yang akti r. jika router tersebut tidak menerima msg bemilai ' A· 
maka router ini akan menjadi aktif 
R 
· ---------
R 
~ -------- - -
-
· ---------
Gambar 3.19 Router Standby 
3 Router a!..tif dan \landby sudah ada. Setiap selang bcbcmpa detik router 
standby mengirimkan msg bernilai ·s·. Sebuah router akrif yang 
menenma pesan tersebut segera memberikan balasan msg bemilai ·A· 
sebagai pemberirahuan bahwa dirinya masih hidup. 
s/ 
" 
s 
' 
Gambar 3.20 Router aktif dan standby 
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3.4.4 Pseudo Code Utama 
3.4.4.1 Pseudo Code Mengubah Alamat IP 
int soket 
str~ct ifreq ipbaru 
stru-t sockaddr in • ip addr 
soke ~ socket (AF INET, SOCK DGRAM, 0) 
if soket<O then -
print kesalahan 
.lpbaru . itr name ~ ifname 
ip_addc ~ -&ipbaru . ifr_add r 
ip_addr ">sin_family ~ AF_INET 
ip addr-:.sin addr ~ vip 
if ioctl(soket , SIOCSI FADDR, &ipbaru)<O then 
pt:int l:esalahan 
Gambar 3.21 Pseudo Code Mengubab Alamat IP 
lJntuk mengubah alamat IP tidak perlu men-Down-kan mterface. Hanya 
memasukkan nilai lP alarnat baru dan SfOCIFADDR pada fungsi IOCTL 
Pengnbahan alamat IP digunakan untuk memhnat Vlrtua/IP 
3.4A.2 Pseudo Code Mengubah Alamat Netmask 
int sokec 
~truct ifr~g ipbaru 
strurt qnck~rlrlr in •m~•k arlrlr 
soket ~ socket (AF INET , -SOCK_DGRAM , 0) 
if soket<O then -
print kesaldhan 
.lpbaru . ~tr name ~ it name 
masi:_addr ~ Co.l!JOaru . .lfr_addr; 
cask addr-'s~n fam~~i ~ AF IHET ; 
m.ask=addr-'>sin=ador ~ "255~255 . 255 . " 
1f ioctl(sok~~ . SIOCS~FNETMASK, &ipbaru)<O then 
print kesalahan 
Gambar 3.22 Pseudo Code Mengubah Alamat Netmask 
l Jntnk mengubah alamat netma,·k perh• memasukkan nilai alamat netma\·k 
baru dan SIOCIFNETMASK pada fungsi fOCTL. Pengubahau alamat netmask 
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dtgunakan untuk membuat virtual IP yang membutuhkan nilai nctmask yang 
benar 
3.4.4.3 PseudoCode Mengubab Alamat Broadcast 
1nt soket 
struct ifreq lpoaru 
struct sockaddr in • broad addr 
sokF>t ~ socket (AF' INF.T, SOCK DGRAM , 0) 
if soket<O then - -
print kesalahan 
ipbaru . ifr namf> ~ ifname 
broad addr-~ &lpbaru . ifr addr 
broad-addr- sin family ~-AF INET 
&broad addr->si~ addr ~ bip-
if ioctl (soket,- SIOCSH'BRD.li..DDR , &ipbaru) <0 th~n 
punt kesalahan 
Gam bar 3.23 PseudoCode Mengubah Alamat Broadcast 
L ntuk mengubah alamat hroadcast perlu memasukkan nilai alamat 
hmadca\·t ban1 dan SIOCIFBRDADDR pada fungsi IOCTL. Pengubahan alamar 
broadcast digunakan untuk membuat vmua/IP yang membutuhkan nilai nennask 
yang benar. 
3.4.4.4 Pseudo Code Up Interface 
P-.;e11do code dibawah ini (Gam bar 3.24) berfungsi untuk meng-l /p-kan 
interface. Dimana nilai IFF _LJP Oxl mempakan nilai interface yang Up Untuk 
meng-l /p-kan interface pada fungsi IOCTL dimasukkab nilai SIOCSIFFLAGS. 
Pacta aplikasi ini interface yang sudah diubah alamat MAC -nya hams di-
up-kan agar dapat berfungsi kern bali sebagai jalur komunikasi dalam jaringan. 
int soket 
struct ifreq ~macup 
soket f- socket(AE'_INET, SOCK DGRAM , 0) 
if soket<..O then 
print ke:;alc.~han 
macup->ifr_name f- nameth 
if ioctl(soket , SIOCGIFFLAGS, macup) < 0 then 
print kesalahan 
else 
if macup->ifr_flags and (-IFF_UP) then 
if ioctl(soket , SIOCGIFFLAGS , macup) < 0 then 
print kesalahan 
else 
macup->ifr_flags f- macup->ifr_flags I lFF_UP 
if ioctl(soket , SIOCSIFFLAGS , macup) < 0 then 
print kesalahan 
else 
print interface sudah up 
Gambar 3.24 Pseudo Code Up Interface 
3.4.4.5 Pseudo Code Down Interface 
Pseudo code gambar 3.25 berfungsi untuk meng-Down-kan inrerface. 
Dimana nilai complement IFF _UP Oxl merupakan nilai interface yang Down. 
Untuk meng-Down-kan Etht:met pada fungsi IOCTL dimasuk.kan nilai 
SIOCSIFFLAGS. 
Proses down interface dilakukan pada saat akan mengubah alamat MAC 
sebenamya ke alamat virtual MAC atau sebaJiknya. Selain itu down mterface juga 
dilakukan pada interfac:e alrunal virtual IP. Ketika sebualt router aktif mengalami 
kegagalan maka interface yang menggunakan alarnat virtual I? harus di-down-kan 
supaya tidak terjadi konflik dengan router aktifpengganti. 
3.4.4.6 Pseudo Code Mengubah Alamat MAC 
Code pada gambar 3.26 bertujuan untuk mengubah nilai alamat MAC 
yang merupakan bawaan dari pabrik. St:bdum mengubah nilai MAC, mterface 
IMI Ill\ PI: fU• ' 
It;<.. Tl '( u 1 T t ~ N C •. ...){j. J 
SE,.ULUH - ro40,.EIII11Ut 
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hams dt-/Jown-kan terlebth dabulu. Kemudtan mendapatkan semua mlai yang 
uc:tkl11l<tu Jc:ugan im~rjw:e u~ugcm memasukkan mlat SIOCGFHWADDR ke 
fw1gst IOCTL. Setelah ttu memasukkan mJat MAC baru dan mla1 
Sil.J\..~triWADDR ke fungsi TOCTL. 
Pengubahan alamat MAC pada aplikasi ini il; t;,;a..1l~an untuk r. ..... n.b~~ 
router standby tetap menggunakan alamat 1\il M · "dwn;mlyfl 
int soket 
struct ifreq •macdown 
soket ~ socket (Ar INET , SOCK_DGRAM, 0) ; 
if soket<O then -
pr::~nt kesalahan 
rna cdown->if r:: name f- nameth 
if lOCtl(sokPt, SIOCGIFFLAGS , macdown) < 0 then 
print kesalahan 
f'lse 
~f macdown->ifr_flags & IFF UP then 
if ioctl(soket, SIOCGIFFLAGS, macdown) < 0 then 
print. lcesalahan 
else 
macdown->ifr_flags f- macdown->ifr flags & -IFF UP ; ~f ioctl (soket , SIOCSIFFLAGS , macdownl <0 then-
print kesalahan 
else 
print interface sudah down 
Gam bar 3.Z5 Pseuou \.. uoc- Uu•• a unc• ... .. ~ 
· ,.. • --q ••T•.::t,.. baru 
int sokfl -
soket f- socket(AF INET , SOCK_DGRAM, 0) 
1t solcet<U then -
pn.nt Y.esalahan 
mac_bar::u->ifr_name f- ifname 
1t downeth(~fname >=0 then 
~! !..~cc: (soket., SIOCGIFHWADDR, mac_baru) < 0 then 
p;::~:1t kesalahan 
for i ~ 0 to 6 
mac_baru->ifr_hwaddr . sa data[l.j f- mac(~] 
i f- l.-11 -
' ~ •-~~l(soket , SIOCSIFHWADDR mac_barul < 0 then 
ptint kesalahan ' 
upeth(linamc) 
v '"'~-' .;.ll .. c:£fac.: 
o:: 
OJ 
3.4.4.7 Pseudo Code Mengubah Routing 
struct rtentry default_gw 
struct sockaddr in •gw ~ default_gw. rt_gatcway 
strucc sockaddr-in •dst ~ default gw. rt dst 
struct sockaddr in •mask ~ default_gw .rt_genmask 
dst->sin family ~ AF !NET ; 
gw->sin_family ~ AF_INET; 
masl:->sin family ~ AF INET; 
default g~ . rt flags ~-iflags ; 
default-gw. rt-metric ~ met ric ; 
gw->sin-addr . ~_addr ~ ga te_addr ; 
dst->sin addr . s addr ~ net addr ; mask->si~_addr . ~_addr ~ ma~k_addr ; 
soket ~ socket (AF_INET , SOCK_STREAM, 0) 
if soket<O then 
print kesalahan 
default gw. rt dev ~ namaeth 
if ioctl(soket , SIOCADDRT , &default_gw)<O then 
print kesalahan 
Gambar 3.27 Pseudo Code Mengubab Routing 
Sebagaimana biasanya dalam mengubah routing, diperlukan variable 
de.\tmatton, gateway dan netmask. Untuk mengatur routmg d1buruhkan struct 
rtentry untuk menangani data-data yang berkaitan dengan routmg table. Jika 
semua data pada struct illi telah terisi, fungsi JOCTL dipanggil dengan nilai 
SIOCADDRT jika ingin menambahkan routing dan SIOCDELRT untuk 
menghapus routmg. 
Penambahan dan penghapusan pada routmg tahle dalam aplikasi ini 
dibutuhkan untuk mengembalikan nilai routmg pada mter:face yang down 
kemudian d1 up-kan. 
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3.4.4.8 Pseudo Code Pengbitungan Waktu 
sigemptyset(&sigsetalrm) 
sigaddset(&sigsetalrm, SIGALRM) 
signal(SIGALRM, cekstatus) 
t> reset alarm 
alarm (0) if sendto(sock , &pesanhsrp , sizeof(pesanhsrp) , 0 , (struct sockaddr 
•)&broadcastAddr , sizeof(broadcastAddr)) < 0 then 
print kesalahan 
else 
alarm (3) 
while(true) 
t> awal alarm dinya lakan 
sigprocmask(SIG ONBLOCK, &sigsetalrm,NULL) 
if recvfrom(s;ck , &pesanlain , sizeof(pesanlain) , O, NOLL , O)< 0 
then 
print kesalahan 
else 
t> menerima pesan 
t> melakukan proses l a in 
sigprocmask(SIG_BLOCK, &sigsetalrm, NULL) ; 
t> akhir alarm 
Gambar 3.28 Code Perbitungan Waktu 
Untuk melakukan perhitungan waktu memerlukan signal SIGALRM. 
SIGALRM ini bersifat sebagai interupsi jika telab tiba waktu yang ditentukan. 
Alann dimulai setelah proses pengiriman data dilakukan dan terbatas pada proses 
penerimaan data dilakukan. Ketika alarm menginterupsi akan dijalankan fungsi 
hand/mg. 
3.4.5 Oesain Antar Muka 
Implementast antar muka untuk aplikasi mi terbagi menjadt dua, yaitu 
Command Lme Interface dan Graphtcal User Interface. Berikut ini adalah 
keterangan masing-masing dari desain antar muka aplikasi: 
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3.4.5.1 Command Line Interface 
Aplikasi ini dikembangkan dengan pustaka gengetopt yang berfungsi 
untuk melakukan panmK argument dan opsi program. Untuk melakukan parsing, 
aplikasi mi digunakan gengetopt versi 2.6. Berikut keterangan dari masing-masing 
opsi aplikas1 ini : 
I . Menampilkan seluruh opsi aplikasi. 
# insco --help atau # insco - h 
2. Menampilkan versi dari aplikasi. 
~ 1nsco -v atau # 1nsco --version 
3. Memberikan nilai pada opsi yang mebutuhkan input. 
Tedapat enam buah opsi pada aplikasi ini yaitu: 
• p atau Port, opsi ini harus diisi dengan nomor port yang digunakan untuk 
komumkas1 secara broadcast. Sebuah router dapat menggunakan 
menggunakan alamat IP multicast yang sama namun nomor port harus 
berbeda jika router tersebut menjalankan aplikasi sebanyak jumlah inteiface-
nya. 
• r atau Prioritas, opsi harus diisi dengan nomor prioritas antara sampa1 
dengan 255. 
• I atau VJP, opsi ini harus diisi dengan alamat vmua/IP yang akan digunakan 
oleh kelompok. 
• M atau MAC opsi ini harus diisi dengan alamat vmual MAC yang akan 
digunakan oleh kelompok. 
• E atau ETH, opsi ini harus disi dengan nama mterface ethemet yang 
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digunakan, misalnya ethO, ethl dan lain-lain. 
• T atau VETH, opsi ini diisi dengan nama wrtual mterface yang digunakan 
untuk alamat v~rtual IP, misalnya ethO:O, eth I: l dan lain-lain. Nama virtual 
mterjace untuk nilai sebelum ':' (titik dua) harus sama dengan nilai pada opsi 
E atau VETH. 
• F atau namaflle, opsi ini tidak harus diisi jika opsi-opsi diatas telah diisi dan 
jika opsi ini telah diisi maka opsi diatas tidak diperlukan. Opsi ini dii si dengan 
nama file konfigurasi. 
Contoh penggunaan opsi: 
# insco \ 
> -p 2000 -r 3 
>-I 10 . 126 . 10 . 167 
> -M 00 : 51 : 00 : 10 : 00 : 28 
> -E ethO -T ethO : O 
# insco \ 
> -Prioritas=3 -Port=2000 
> -VIP=l0.126.10 . 167 
> -MAC=00:51:00:10:00 : 28 
> -ETH=ethO -VETH=ethO : O 
Gambar 3.29 menggambarkan command /me mterface setelah penntah 
Insco diketikkan. 
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[ilnGlo~olho~t g6b]S ins~o -h 
ins co 1. 0 
Purpose: 
Membuat S~mi Hot Standby Router Protocol 
Usag~: insco [OPTIONS] ... 
-h --help Print help and exit 
-v --version Print version and exit 
-FSTRTNG --namafjle=STR1NG Nama file konfigurasi 
(Optional) (default= ' /etc/ ins co . conf ' ) 
-piNT -- Port=INT Alamat Port Untuk Broadcast 
-riNT --Prioritas- INT Prioritas Router 
-!STRING - - VIP=STRING Virtual IP Address Router 
-MSTRING --VMAC=STRI NG Virtual MAC 
-ESTRTNG 
eth1 
--ETH=STRING Nama Ethernet conloh : ethO , 
-TSTRING --VETH=STRING 
ethO : O, cthl : l 
Nama Ethernet Virtual contoh : 
Gam bar 3.29 Command Line Interface Insco 
3.4.5.2 Graphica l User Interface 
Apltkas1 yang menggunakan Graplucal User fnlet:face (GUI) ini 
dikembangkan dengan GTK+. Penggunaan aplikasi GUI ini bertujuan Wltuk 
memudahkan user dalam memasukkan input. Pada aplikasi ini terdapat dua buah 
.form penting, yaitu.form utama (Gambar 3.30) dan setlmg (Gambar 3.3 1 ). 
I. Form Utama 
Pada Form utama ini terdapat tiga buah hullon di alas. satu buah tabel 
dan dua buah hullon di bawah. Enam buah butlon di atas terdiri atas hullon 
add, edlf, del. help dan ahout. Pada bagian tengah fonn ini terdapat tabel yang 
menamp1lkan is1 dari aplikasi insco yang telah berjalan. Tabel mi terdiri atas 
enam buah field, yaitu Interface, Vmual lnter:face, V~rtual lP, Virlual MAC, 
Pnontas dan Port. Sedangkan dua buah hullon di bawah terdiri atas hullon 
.\/art dan stop.Berikut ini keter,angan masing-masing dari hullon pada fonn 
utama: 
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I Hullon S!art 
J1ka hullon ini ditekan maka akan memanggil aplikasi msco yang 
command /me mler{ace, 
2 Hutton Swp 
Aksi dari hullon ini adalab menghentikan proses aplikasi insco yang 
sedang berjalan. 
3. Huff on Add 
Aksi dan hullon ini adalah menambah isi dari tabel. Sehingga user 
mempunya1 banyak pilihan setting Insco mana yang akan di-nmnmg. 
4. Rwton Del 
Aksi dari hullon ini adalab menghapus isi dari tabel sesuai dengan pilihan 
yang d1pilih pada tabel. 
5. Hullon Hdtt 
Aksi dan hullon ini adalah menampilkan fonn setting sesuru dengan 
pilihan pada tabel. 
6. Bullon Help 
Jika button ini ditekan, maka akan tampil dialog cara penggunaan 
aphkasi ini . 
7. Hullon Ahout 
Aks1 dari hutton ini adalah menampiJkan dialog about. 
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- X 
• ~I Q ~z-, r. I . add •:lei h<:!lp about 
lnt~r!ace I V lntiOlrface VirtuaiiP l VMAC 1 Priori·as J Port J~ 
' 
I 
l-.1 / 
<) 
start 
® 
stop 
Gam bar 3.30 Graphical User Interface Form Utama Insco 
2. Form Setting 
Pada fonn setting terdapat enam buah text box dan empat buah button. 
Berikut ini keterangan masing-rnasing text box dan button : 
I. Comho hox Interface 
User harus mengisi dengan nama Ethernet yang akan dipakai. Misalnya 
ethO, eth I dan lain-lain. 
2. Text hox Virtuallnterjace 
Text hox ini diisi dengan nama virtual Ethernet yang akan dipakai dengan 
ketentuan nama depan sebelum tanda ':' (titik dua) harus sama dengan 
( 'omho hox De wee. 
3. Text hox V1rtual IP 
User hams menberikan nilai alamat virtual IP. 
-1. 1 ext hox V1rtual MAC 
User harus menberikan nilai alamat virtual MAC. 
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" l't> '( t lm -c Priori tas 
Text h"' mi dii<>i nilai prioritas router dengan nilai antara I sampai 
dengan 255 
fi l'er:f hor Pnrt 
Text box i.ni diisi nilai port yang dig:wlakan u.ntuk komu.nikasi secara 
multHml. Porl ini bernilai antara 1024 sampai dengan 65535. 
7 Hutton Open 
Aksi dari hulton ini adatah menampitkan.fi/e dwlog yang digunakan 
tmtuk memilih file konfigurasi khusus tmtuk sebuah setting interface. 
H. Bullon Save 
Aksi dari hullon im adalah menampilkan.fi/e dtalog untuk memilih nama 
file yang digJmakan untuk. menyimpan apa yang terdapat pada text box 
dan comho hm: yang berada pada fonn setting k.e dalam file l lasil File 
konfigurast mi dapat diambillagi dengan hullon open. 
9. Hulton ( 'ance/ 
Aksi dari button ini adalah membatalk.an. perintal.t odd at.au eriit s_ect.a 
mcnutup.fi'>rm \"elling 
I 0. Rullon Ok 
Akst dari hullon ini adalah menjalankan perintah add atau edt! serta 
menutup f"orm sellmg. Setelah itu hasil dan add dan edt! akan terlihat 
pada tabel 
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- X 
Interface !eth1 j 
Virtual Interface !eth 1:1 
VIrtual I P !1 0 1126 11 11 
Virtual rv1AC f00f51f00f10f00~ 
Prioritas 5 
Port 12000 
\() (\ <'..) ~~ 'l <:.-
open save cancel ok 
Gambar 3.31 Graphical User Interface Form Setting Insco 
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BABIVUJI 
COBA DAN EV ALUASI 
4.1 Lingkungan Uji Coba 
Uji coba ini dilakukan pada jaringan sesungguhnya dan jaringan dengan 
user mode lima: (UML). 
4.1.1 Jaringan Sesungguhnya 
Untuk melakukan uji coba pada jaringan sesungguhnya dibutuhkan 3 
(tiga) buah komputer sebagai router, mi.nimal2 (dua) buah komputer sebagai klien 
dan 2 (dua) buah hub. Berikut spesifikasi masing-masing komputer dan hub: 
4.1.1.1 Router 
I. Darqueenice 
• S istem Operasi : Linux Debian 3 Kemel2.4.23 
• Prosesor : P-IV 2 GHz 
• RAM : 256MB DDRAM 
• HD :40GB 
• LAN Card : 2 buah D-UNK 
• Alamat IP : Ethl 10.126.10.169 
Eth2 10.126.100.6 
2. Falcon 
• Sistem Operasi : Linux Red Hat 9 Kernel 2.4.20 
• Prosesor : P-III GHz 
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• RAM : 256 MB SDRAM 
• HD :20GB 
• LAN Card : 2 buah D-LINK 
• Alamat IP : EthO 10.126.10.168 
Ethl 10.126.100.5 
3. Hsrp 
• Sistem Operasi : Linux Debian 3 Kemel2.4.23 
• Prosesor : P-IV2GHz 
• RAM : l GBDDRAM 
• HD :40GB 
• LAN Card : 2 buah3COM 
• Alamat IP : EthO 10.126.10.167 
Ethl 10.126.100.4 
4.1.1.2 Klien 
l. Hagemaru 
• Sistem Operasi :Windows XP 
• Prosesor : P-IV 2 GHz 
• RAM : 128 MB SDRAM 
• HD : 40GB 
• Alamat IP : EthO 10.126.10.205 
2. Goldenboy 
• Sistem Operasi : Windows Advanced Server 2000 
• Prosesor 
• RAM 
• HD 
: P-Ill 1 
: 128 MB SDRAM 
:20GB 
• Alarnat IP : EthO 10.126.100.3 
4.1.1.3 Hub 
I. 3Corn 3CI66 10 
• Data Transfer Rate 
• Jumlah port 
2. D-Link DES 1016D 
• Data Transfer Rate 
• Jumlah port 
: 10 Mbps dan I 00 Mbps. 
: 12 buah 
: 10 dan 100 Mbps 
: 16 buah 
4.1.2 Jaringan dengan User Mode Linux 
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Uji coba pada jaringan dengan User Mode Linux (UML) dilakukan karena 
terbatasnya jumlah kornputer yang ada. UML yang dipakai adalah versi 2.4.19 
dengan rootfs kernel versi 2.4. Jaringan ini rnenggunakan netmask 
255.255.255.240. Subnet pertama mernpunyai network address 10.126. 1.0 dan 
broadcast address 10.126.1.15, sedangkan subnet kedua rnempunyai network 
address 10.126.1.16 dan broadcast address 10.126.1.31. Padajaringan ini tidak 
menggunakan klien karena yang dihitung hanya kecepatan perpindahan router. 
Tabel4.1 rnenjelaskan nilai alamat router pada masing-rnasing subnet. 
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Tabel4. l Nama dan AJamat IP Router 
Nama Router Interface EthO Interface Eth 1 Prioritas 
Satu 10.126.1.2 10.126.1.19 5 
Dua 10.126.1.3 I 0.126.1.20 4 
Tiga 10.126.1.4 10.126.1.21 3 
Em pat 10.126.1.5 10.126.1.22 2 
Lima 10.126.1.6 10. 126.1.23 I 
4.2 Skenario Uji Coba 
Skenario uji coba dilakukan dengan menjalankan aplikasi pada semua 
router. Kemudian semua klien disetting routing sesuai yang diinginkan. Antara 
klien sama-sama melakukan proses ping atau pengiriman data, sedangkan antara 
router me1akukan proses ping terhadap IP virtual kelompok insco. Selain itu, 
dijalankan juga program Ethereal yang akan melakukan monitor setiap paket 
yang masuk pada host khusus pada jaringan sesungguhnya, sedangkan pada 
jaringan user mode linux hanya menggunakan waktu pada syslog. Ketika ldien 
sedang berkomunikasi, router aktif dimatikan. Masing-masing skenario pada 
jaringan sebenarnya dilakukan dua kali uji coba, yaitu uji coba dengan 
mengirimkan file dan tanpa mengirimkan file. Berikur keterangan dari skenario 
uji coba : 
4.2.1 Uji Coba 1 
Semua router mempunyai default routing gateway ke 10.126.1 0.1 dan 
semua router salah satu kabel jaringannya terhubung dengan switch jaringan 
network address I 0. 126.1 0.0. Dimana switch tersebut berhubungan dengan Core 
Builder Fakultas Tekno1ogi Informasi. Sedangkan kabel jaringan router yang lain 
99 
terhubung dengan switch jaringan netwok 1 0.126.100.0. Agar k1ien untuk 
network 10.126.100.0 dapat berhubllllgan denganjaringan luar pada Core Builder 
ditambahkan routing untuk 10.126.100.0 melewati alamat IP 10.126.10.170. 
Alamat IP I 0.126.1 0.170 ini akan menjadi alamat virtual IP kelompok router 
untuk network address 10.126.10.0, sedangkan alamat IP 10. 126.100.1 menjadi 
alamat virtual IP untuk network address 10.126.100.0. Salah satu komputer 
menjadi klien pada network address 10.126.10.0 terhubllllg pada switch network 
address 10.126.10.0 dan diberikan nilai routing default gateway ke 10.126.10.1, 
sedangkan komputer klien pada network address 10.126.100.0 terhubllllg pada 
sw1tch network address 10.126.100.0 dan diberikan nilai routing default gateway 
ke 10.126. 100.1. Skenario ini ditunjukkan oleh gambar 4.1. 
Core 8uhder 
•. ~-
-. 
10126.10.1 
3Com3c1(5610 ~ 
~ - ·~~ 
Hagemaru 
10126 10 205 
CD 
N 
~ 
~ D-Lm~D·S\0160 
1 
l ~ u 
8 iliA!· -
Golden boy 
10 126 100.3 
Gam bar 4.1 Skenario Uji Coba t 
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4.2.2 llji Coba 2 
Skenario dua sama dengan skenario pertama, namun pada skenario ini 
hanya dua buah router yang dijalankan, yaitu falcon dan hsrp. Skenario ini 
ditunjukkan oleh gambar 4.2. 
Core Bulider 
~!" ~ 
~'1.: J !- ] 
10 126 10 1 
/~\ 
/ Falcon \ 
/~\ /~\ 
/~\ 
I 10.126.~0 1~ \ o •o • ..,., •oc" (J- Ltnl. Ut:> 1\1 IC>lJ 3Com3c16610 ~ ~ •. •LVI ' v . v \ ~ 
~~~llliiilt~~;;;t------ ~ ~~:3--: 
~ 1 1 8 iiiianra Hagemaru 
~C-12e ~C 2CS 
4.2.3 l lji Coba 3 
... l Hsrp T 
\ ~ / 
\~/ 
\ 10~67/ 
\ 10.126 100 r 
"--.___/ 
Gam bar 4.2 Skenario llji Coba 2 
Golden boy 
10126.1003 
Pad a skenario ini router yang dipakai adalah darqueenice dan hsrp. Semua 
router tidak mempunyai routing gateway ke manapun. Semua router salah satu 
kabel jaringannya terhubung dengan switch jaringan network address I 0.126.1 0.0. 
Sedangkan kabel jaringan router yang lain terhubung dengan switch jaringan 
netwok 10126 100.0 Alamat IP 10.126.10.170 akan menjadi alamat virtual IP 
kelompok router untuk network address 10.126.10.0, sedangkan alamat IP 
10.126.100.1 menjadi alamat virtual IP untuk network address 10.126.100.0. 
Salah satu komputer menjadi klien pada network address I 0.126.10 .0 terhubung 
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pada switch network address 10.126.10.0 dan diberikan nilai routing defauJt 
gateway ke 10.126.10.170, sedangkan komputer klien pada network address 
l 0.126.100.0 terhubung pada switch network address l 0.126.100.0 dan diberikan 
nilai routing defauJt gateway ke 10.126.100.1. Skenario ini ditunjukkan oleh 
gambar 4.3. 
Hagemaru 
10.12610205 
3Com3c16610 
" 
0 ,._ 
.... 
0 
..... 
(I) 
N 
.... 
c:i 
.... 
Darqueenice 
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10.12610.169 
10.126.100.!5 
10.126.10.167 
10.126.100. 
~ D-Lanl DES 10160 ,__, 
~_J- === 'f---IL ~' 
.... ~
8 ittttt- : 
Golden boy 
10.126.100.3 
Gam bar 4.3 Skenario Uji Coba 3 
4.2.3 Uji Coba 4 
Pada skenario ini menggunakan 4 (empat) buah router dengan UML. 
Alamat virtual IP yang digunakan pada network pertama adalah 1 0.126.1.1, 
sedangkan pada network kedua adalah 10.126.1.18 
4.2.3 Uji Coba 5 
0 
.... 
a.. 
> 
Gam bar 4. 4 Skenario Uji Coba 4 
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Pada skenario ini menggunakan 5 (lima) buah router dengan UML. Alamat 
virtual IP yang digunakan pada network pertama adalah 10.126.1.1 , sedangkan 
pada network kedua adalah 10.126.1.18 
Gambar 4. 5 Skenario Uji Coba 5 
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4.3 Pelaksanaan Uji Coba 
a. Jaringan Sesungguhnya 
Ketika uji coba dijalankan program Ethereal dijalankan. Program ini 
berfungsi untuk menangkap setiap paket yang melewati host itu sendiri. Pada 
klien hagemaru (I 0.126.10.205) dilakukan Ethereal dengan filter : 
host 10 . 126 . 100 . 1 or hos t 10 . 126 . 10 . 170 or host 10 . 126. 100 . 3 
Sedangkan pada setiap router dilakukan ethereal dengan filter : 
host 10 . 126 . 100 . 1 or host 10 . 126 . 10 . 170 
Setelah uji coba dilakukan, selanjutnya dilakukan proses penghitungan 
waktu reply dari kJien ke klien, klien ke router maupun router ke router ketika 
terjadi perpindahan router dengan rumus : 
I ~ T = Trp - TrQ l 
AT = Selisih waktu paket request pertama setelah reply dengan waktu paket reply 
setelah request terakhir ketika terjadi perpindahan router. 
Trp = Waktu paket reply setelah request terakhir ketika terjadi perpindahan 
router. 
Trq = Waktu paket request setelah reply pertama ketika terjadi perpindahan 
router. 
b. Jaringan UML 
Ketika aplikasi dijalankan pada router dilakukan monitoring dengan 
perintah tall f var log syslog. Pada syslog akan terlihat waktu kapan aplikasi 
mulai jalan, pemilihan router, aplikasi mati dan lainnya. Hasil uji coba ini 
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berkaitan dengan selisih waktu ketika router aktif mati dengan router standby 
menjadi aktif. 
Berikut basil uji coba baik untuk jaringan sesungguhnya maupun jaringan 
UML: 
4.3.1 Uji Coba 1 
I . Tanpa mengirim file. 
Router akrif adalab darqueenice sedangkan router standby adalah falcon 
dan hsrp. Klien yang digunakan adalah 10.126.10.205 dan 10.126.100.3. Gambar 
4.6, 4. 7 dan 4.8 merupakan basil ethereal pada klien I 0.126.10.205 
No .• jrme jSrute 
3 2004-08-03 11:52:00.630320 10.126.100.1 
7 2004-08-03 11:52:01.629376 10.126.10.205 
19 2004-08-03 11:52:07.128524 10.126.10.205 
35 2004-08-03 11:52:12.62983110.126.10.205 
36 2004-08-03 11:52:12.630417 10.126.100.1 
IDemUn 
10.126.10.205 
10.126.100.1 
10.126.100 .1 
10.126.100.1 
10.126.10.205 
ICMP 
IOIP 
IOIP 
IOIP 
IOIP 
Echo (ping) rePlY 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.6 Hasil Ethereal10.126.10.205 Ping 10.126.100.1 (1.1) 
Berdasarkan gam bar 4.6, router 10.126.100.1 kern bali dapat terbubung 
setelah 11.001041 detik. 
No. · Tme Scuce 
6 2004-08-03 11:52:01.206392 10.126.10.205 10.126.10.170 
17 2004-08-03 11:52:06.629539 10.126.10.205 10.126.10.170 
33 2004-08-03 11:52:12.129127 10.126.10.205 10.126.10.170 
34 2004-08-03 11:52:12.129299 10.126.10.170 10.126.10.205 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) reply 
Gambar 4.7 Hasil Ethereal10.126.10.205 Ping 10.126.10.170 (1.1) 
Berdasarkan gambar 4.7, router 10.126.10.170 kembali dapat terbubung 
setelah 10.922907 detik. 
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IS<ute IDestnml 
5 2004-08-03 11:52:01.129216 10.126.100.3 
91004-08-03 11:52:02.128528 10.126.10.205 
212004-08-03 11:52:07.644157 10.126.10.205 
37 2004-08-03 11:52:13.128818 10.126.10.205 
40 2004-08-03 11:52:13.129811 10.126.100.3 
10.126.10.205 
10.126.100.3 
10.126.100.3 
10 .12G .100. 3 
10.12&.10.205 
ICMP 
ICMP 
I()IP 
ICMP 
ICMP 
Echo (ping) reply 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gam bar 4.8 Hasil Etbereall0.126.10.205 Ping 10.126.100.3 (1.1) 
Berdasarkan gam bar 4.8, klien 10.126.100.3 kembali dapat terhubung 
setelah 11 . 001283 detik. 
Gambar 4.9 dan 4.1 0 merupakan hasil ethereal pada router hsrp. 
No. -lrme ISW'ce I~ IPYttocd jllio 
6 2004-08-03 11:59:51.651727 10.126.100.4 10.12&.100.1 ICMP Echo (ping) request 
11 2004-08-03 11:59:52.651742 10.126.100 .4 10.12&.100.1 ICMP Echo (ping) request 
16 2004-08-03 11:59:53.651726 10.126.100.4 10.126.100.1 ICMP Echo (ping) request 
45 2004-08-03 11:59:58.651839 10.126.100.4 10.126.100.1 ICMP Echo (ping) request 
46 2004-08-03 11:59:58.651844 10.126.100 .4 10.126.100.1 ICMP Echo (ping) request 
47 2004-08-03 11:59:58.652020 10.126.100.1 10.126.100.4 ICMP Echo (ping) reply 
Gambar 4.9 Hasil Ethereal10.126.100.4 Ping 10.126.100.1 (1.1) 
Berdasarkan gambar 4.9, Router 10.126.100.1 kembali dapat terhubung 
setelah 8.000142 detik. 
No. jrime I Slue& 
5 2004-08-03 11:59:50.631789 10.126.10.167 
13 2004-08-03 11:59:51.631778 10.126.10.167 
18 2004-08-03 11:59:52.631776 10.126.10.167 
23 2004-08-03 11:59:53.631775 10.126.10.167 
28 2004-08-03 11:59:54.631796 10.126.10.167 
34 2004-08-03 11:59:55.631774 10.126.10.167 
66 2004-08-03 12:00:00.631899 10. 126.10.167 
67 2004-08-03 12:00:00.632057 10.126.10.170 
!Destmtm 
10.126.10.170 
10.126.10.170 
10.126.10.170 
10.126.10.170 
10.126.10.170 
10.126.10.170 
10.126.10.170 
10.126.10.167 
jPYotocol !Info 
I04P Echo (ping) request 
I04P Echo (ping) request 
I04P Echo (ping) request 
ICMP Echo (ping) request 
I04P Echo (ping) request 
I04P Echo (ping) request 
I04P Echo (ping) request 
ICMP Echo (ping) reply 
Gambar 4.10 Hasil Ethereal10.126.10.167 Ping 10.126.10.170 (1.1) 
Berdasarkan gambar 4.10, Router 10.126.10.170 kern bali dapat terhubung 
setelah 10.000268 detik. 
Gam bar 4.11 dan 4.12 merupakan basil ethereal pada router falcon. 
IScu<e 
4 2004-08-03 12:00:10.219648 10.126.10.168 
8 2004-08-03 12:00:11.219669 10 .126.10.168 
12 2004-08-03 12:00:12.219615 10.126.10.168 
17 2004-08-03 12:00:13.219561 10.126.10.168 
23 2004·08-03 12:00:14.219609 10.126.10.168 
29 2004-08-03 12:00:15.219605 10 .126.10.168 
70 2004-08-03 12:00:19.219643 10 .126.10 .170 
71 200-4-08-03 12:00:19.21966110.126.10.170 
I Oe$ti\ObOI\ 
10.126.10.170 
10.126.10.170 
10.126.10.170 
10.126.10.170 
10.126.10.170 
10.126.10.170 
10.126.10.170 
1.0.126.10.170 
1011' 
tOIP 
IOIP 
IOIP 
IOIP 
ICMI' 
IOIP 
IO\P 
106 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.11 Hasil Etbereal10.126.10.169 Ping 10.126.10.170 (1.1) 
Berdasarkan gambar 4.11, Router 10.126.10.170 kembali dapat terhubung 
setelah 9.000013 detik. 
4 2004-08-03 12:00:10.219594 10 .126.100 . 5 
8 2004-08-03 12:00:11.219612 10 .126.100.5 
12 2004-08-03 12:00:12.219562 10.126.100.5 
17 2004-08-03 12:00:13.219509 10 .126.100.5 
42 2004-08-03 12:00:17.21957010.126.100.1 
43 2004-08-03 12:00:17.219646 10.126.100.1 
10.126.100.1 
10 .126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) reply 
Gambar 4.12 Hasil Etberea110.126.100.5 Ping 10.126.100.1 (1.1) 
Berdasarkan gambar 4.12, Router 10.126.100.1 kembali dapat terhubung 
setelah 7.000052 detik. 
Gambar 4.13 dan 4. 14 merupakan hasil ethereal pada router darqueenice. 
No. Tme 
2 2004-08-03 11:59:57.895285 10 .126.10.205 10.126.100.1 
3 2004-08-03 11:59:57.895318 10.126.100.1 10 .126.10.205 
48 2004-08-03 12:00:06.759517 10.126.100.6 10.126.100.1 
49 2004-08-03 12:00:06.759522 10.126.100.6 10.126.100.1 
so 2004-08-03 12:00:06.759548 10.126.100.6 10 .126.100.1 
51 1004-08-03 12:00:06.759689 10.126.100.1 10.126.100.6 
lrto 
IOIP Ecno (p-ing) request 
ICMP Echo (ping) reply 
IOIP Echo (ping) request 
IOIP Echo (ping) request 
ICMP Echo (ping) request 
I.OIP Ecfv> (ping) reply 
Gambar 4.13 Hasil Etbereall0.126.100.6 Ping 10.126.100.1 (1.1) 
Berdasarkan gambar 4.13, Router 10.126.100.1 kembali dapat terhubung 
setelah 0. 000 172 detik. 
Soo.ne 
53 2004-08-03 12:00:08.209654 10.126.10.169 10.126.10.170 
54 2004-08-03 12:00:08.209823 10.126.10.170 10.126.10.169 
lrfo 
IOIP Echo (ping) request 
IOIP Echo (ping) reply 
Gambar 4.14 Hasil Etbereal10.126.10.169 Ping 10.126.10.170 (1.1) 
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Berdasarkan gambar 4.14, Router 10.126.10.170 kembali dapat terhubung 
setelah 0.000169 detik. 
2. Mengirim File 
Router aktif adalah darqueenice sedangkan router standby adalah falcon 
dan hsrp. K.Jien yang digunakan adalah 10.126.10.205 dan 10.126.100.3. Gambar 
4.15, 4.16 dan 4.17 merupakan basil ethereal pada klien 10.126.10.205 
til. . frne trto 
6 2004-08-03 12:07:19.906884 10.126.10.205 10.126.100.1 ICMP Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) rep1y 
15 2004-08-03 12:07:25.172947 10.126.10.205 10.126.100.1 ICMP 
26 2004-08-03 12:07:30.673913 10.126.10.205 10.126.100.1 ICMP 
31 2004-GB-03 12:07:30.6745~ 10.126.100.1 10.126.10.205 IOIP 
Gambar 4.15 Hasil Ethereal10.126.10.205 Ping 10.126.100.1 (1.2) 
Berdasarkan gambar 4.15, Router 10.126.100.1 kembali dapat terhubung 
setelah 10.767652 detik. 
til. · rne nrce lrio 
5 2004-08-03 12:07:19.942448 10.126.10.205 10.126.10.170 
12 2004-08-03 12:07:25.172755 10.126.10.205 10.126.10.170 
25 2004-08-03 12:07:30 .674172 10.126.10.205 10.126.10.170 
28 2004-08-03 12:07 :30.674499 10.126.10.170 10.126.10.205 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) reply 
Gambar 4.16 Hasil Ethereal10.126.10.205 Ping 10.126.10.170 (1.2) 
Berdasarkan gambar 4.16, Router 10.126.10.170 kern bali dapat terhubung 
setelah 10.732051 detik. 
No • . rme 
5 2004-08-03 12:07:19.177' 10.126.100.3 
8 2004-08-03 12:07:20.172110.126.10.205 
17 2004-08-03 12:07:25.6741 10.126.10.205 
33 2004-08-03 12:07:31.1731 10.126.10.205 
34 2004-08-03 12:07:31.173110.126.100.3 
10.126.10.205 
10.126.100.3 
10.126.100.3 
10.126.100.3 
10.126.10.205 
ICMP 
ICMP 
ICMP 
ICMP 
ICMP 
Echo (ping) reply 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar4.17 Hasil Ethereal10.126.10.205 Ping 10.126.100.3 (1.2) 
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Berdasarkan gam bar 4.17, klien I 0.126. J 00.3 kembali dapat terhubung 
setelah 11.00 l 044 detik. 
Gam bar 4. 17 dan 4.18 merupakan basil ethereal pada router falcon. 
No •• Tme Source 
5 2004-08-03 12:15:28.919 10.126.100.5 
9 2004-08-03 12:15:29.919 10.126.100. 5 
13 2004-08-03 12:15:30.919 10.126.100.5 
17 2004-08-03 12:15:31.919 10.126. 100.5 
21 2004-08-03 12:15:32.919 10.126.100. s 
37 2004-08-03 12:15:36.919 10.126.100.1 
38 2004-08-03 12:15:36.919 10.126.100.1 
10.126.100.1 
10. 126 . 100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
Info 
I04P Echo (ping) requ'est 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) r equest 
ICMP Echo (ping) r equest 
ICMP Echo (pi ng) r equest 
ICMP Echo (ping) reply 
Gambar 4.18 Hasil Ethereal10.126.l00.5 Ping 10.126.100.1 (1.2) 
Berdasarkan gambar 4.18, Router 10.126.100.1 kembali dapat terhubung 
setelah 8.000055 detik. 
No. jrme jS<uce IDestnaban jProtocol jlrio 
5 2004-08-03 12:15:28.259 10 .126.10.168 10.126.10.170 ICMP 
9 2004-08-03 12:15:29.259· 10.126.10.168 10 .126.10.170 ICMP 
13 2004-08-03 12:15:30.2 59 10.126.10.168 10.126. 10.170 ICMP 
17 2004-08-03 12:15:31.259 10.126.10.168 10.126.10.170 ICMP 
21 2004-08-03 12:15:32.259 10.126.10.168 10.126.10.170 ICMP 
2 5 2004-08-03 12:15:33. 259· 10.126.10 .168 10.126.10.170 ICMP 
29 2004-08-03 12:15:34.259· 10.126.10.168 10.126.10.170 ICMP 
33 2004-08-03 12:15:35. 259· 10.126 . 10.168 10.126.10.170 ICMP 
69 2004-08-03 12:15:39.259 10.126 .10.170 10.126. 10.170 ICMP 
70 2004-08-03 12:15:39.259 10.126 . 10.170 10.126.10.170 ICMP 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.19 Hasil Ethereal10.126.10.168 Ping 10.126.10.170 (1.2) 
Berdasarkan gambar 4.19, Router 10.126.10.170 kern bali dapat terhubung 
setelah 11 .000054 detik. 
Gam bar 4.19 dan 4.20 merupakan basil ethereal pada router darqueenice. 
No. lrne l~ce IDeblatm 
36 2004-08-03 12:15:26.119590 10.116.100.6 10.126.100.1 
37 2004-08-03 12:15:26.129754 10.126.100.1 10.126.100.6 
I~P Echo (ping) request 
ICMP Echo (ping) reply 
Gambar 4.20 Hasil Ethereal 10.126.100.6 Ping 10.126.100.1 (1.2) 
Berdasarkan gambar 4.20, Router 10.126. 100.1 kembali dapat terhubung 
setelah 0.000169 detik. 
109 
No. -lrrne I~ lllestMXln lllrttocd llrlo 
37 2004-08-03 12:15:27.929902 10.126.10.169 10.126.10.170 ICMP Echo (ping) request 
38 2004-08-03 12:15:27.929907 10.126.10.169 10.126.10.170 ICMP Echo (ping) request 
41 2004-08-03 12:15:27.930168 10.126.10.170 10.126.10.169 ICMP Echo (ping) reply 
Gambar 4.21 Hasil Etbereal10.126.10.169 Ping 10.126.10.170 (1.2) 
Berdasarkan gambar4.21, Router 10.126. 10.170 kembali dapat terbubung 
setelah 0.000266 detik. 
4.3.2 Uji Coba 2 
1. Tanpa mengirim file. 
Router aktif adalab falcon sedangkan router standby adalab hsrp. Klien 
yang digunakan adalah 10.126.10.205 dan 10.126.100.3. Gambar 4.22, 4.23 dan 
4.24 merupakan basil ethereal pada klien 10.126.10.205 
No -lrrne ISiucE IOestrlatm 1Ptttocd I !rio 
26 2004-08-03 11:58:16.146266 10.116.10.205 10.116.100.1 IOIP Echo (ping) request 
35 2004-08-03 11:58:21.647645 10.116.10.205 10.126.100.1 IOIP Echo (ping) request 
46 2004-08-03 11:58:27.146867 10.116 .10.205 10.126.100.1 IOIP Echo (ping) request 
49 2004-08-03 11:58:27.147357 10 .126.100.1 10.126 .10.205 IOIP Echo (ping) reply 
Gambar 4.22 Hasil Ethereal10.126.10.205 Ping 10.126.100.1 (2.1) 
Berdasarkan gambar 4.22, router 10.126.100.1 kembali dapat terhubung 
setelah 12.000114 detik. 
No. ·lrrne IDestilatm 
792 2004-08-03 12:10:01.164943 10.126.10.205 10.126.10.170 ICMP 
803 2004-08-03 12:10:06.180516 10.126.10.205 10.126.10.170 IOIP 
814 2004-08-03 12:10:11.680868 10.126.10.205 10.126.10.170 ICMP 
815 2004-08-03 12:10:11.680993 10.126.10.170 10.126.10.205 ICMP 
I I 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (pinq) reply 
Gambar 4.23 Hasil Ethereal10.126.l0.205 Ping 10.126.10.170 (2.1) 
Berdasarkan gambar 4.23, router 10.126.10.170 kembali dapat terhubung 
setelah 11 .937926 detik. 
No •• rrne 
7 2004-08-03 11:58:16.146348 10.116 .10.205 10.116.100. 3 ICMP 
16 2004-08-03 11:58:21.647948 10.116.10.205 10.126.100.3 I04P 
28 2004-08-03 11:58:27.147345 10.116.10.205 10.126.100.3 I04P 
30 2004-08-03 11:58:27.148235 10.116.100.3 10.116.10.205 IOIP 
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Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.24 Hasil Ethereal10.126.10.205 Ping 10.126.100.3 (2.1) 
Berdasarkan gambar 4.24, klien 10.126.100.3 kembaJi dapat terhubung 
setelah 12.001034 detik. 
Gambar 4.25 dan 4.26 merupakan hasil ethereal pada router hsrp. 
5 2004-08-03 12:06:05.651727 10.126.100.4 
9 2004-08-03 12:06:06.651740 10.126.100.4 
13 2004-08-03 12:06:07.651739 10.126.100. 4 
17 2004-08-03 12:06:08.651726 10.126.100.4 
212004-08-03 12:06:09.651726 10.126.100.4 
25 2004-08-03 12:06:10.651726 10.126.100.4 
29 2004-08-03 12:06:11.651726 10.126.100.4 
51 2004-08-03 12:06:15.651726 10.126.100.1 
52 2004-08-03 12:06:15.651735 10.126.100.1 
10 .126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
I04P 
I04P 
I04P 
I04P 
ICMP 
I04P 
I04P 
I04P 
104P 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.25 Hasil Etbereal10.126.100.4 Ping 10.126.100.1 (2.1) 
Berdasarkan gambar 4.25, Router 10.126.100.1 kembali dapat terhubung 
setelah 9.999995 detik. 
No .• Tme 
5 2004-08-03 11:17:51.061735 10.126.10.167 10.126.10.170 ICMP 
10 2004-08-03 11:17:52.061733 10.126.10.167 10.116.10.170 IO~P 
15 2004-08-03 12:17:53.061733 10.116.10.167 10.126.10.170 ICMP 
20 2004-08-03 12:17:54.061743 10.116.10.167 10.126.10.170 ICMP 
25 2004-08-03 11:17:55.061734 10.116.10.167 10.126.10.170 ICMP 
42 2004-08-03 12:17:59.061746 10.126.10.170 10.126.10.170 ICMP 
43 2004-08-03 12:17:59.061766 10.126.10.170 10.126.10.170 ICMP 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.26 Hasil Etbereal10.126.10.167 Ping 10.126.10.170 (2.1) 
Berdasarkan gambar 4.26, Router 10.126.10.170 kembali dapat terhubung 
setelah 10.000012 detik. 
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Gambar 4.27 dan 4.28 merupakan basil ethereal pada router falcon. 
No •. rne lrlo 
39 2004-08-03 12:0&:34.2994&1 10.12&.10.168 10.12&.10.170 ICMP Echo (ping) request 
40 2004-08-03 12:0&:34.299591 10.12&.10.170 10.126.10.1&8 ICMP Echo (ping) reply 
Gambar 4.27 Hasil Etbereall0.126.10.169 Ping 10.126.10.170 (2.1) 
Berdasarkan gambar 4.27, Router 10.126.10.170 kembali dapat terhubung 
setelah 0. 000 1 3 detik. 
No. ·(Trne I Sollee I~ IProtocd I !rio 
47 2004-08-03 12:06:35 .269468 10.126.100. 5 
48 2004-08-03 12:06:35.269476 10.126.100.5 
49 2004-08-03 12 :06:35.269579 10.126.100.1 
10.126 .100 .1 ICMP Echo (ping) request 
10.126.100.1 ICMP Echo (ping) request 
Echo (ping) reply 10.126.100.5 ICMP 
Gambar 4.28 Hasil Etbereal10.l26.100.5 Ping 10.126.100.1 (2.1) 
Berdasarkan gambar 4.28, Router 10.126.100.1 kembali dapat terhubung 
setelah 0.0001 1 1 detik. 
2. Mengirim Fi le 
Router aktif adalah hsrp sedangkan router standby adalah falcon. Klien 
yang digunakan adalah 10.126.10.205 dan 10.126.100.3. Gambar 4.29, 4.30 dan 
4.31 merupakan basil ethereal pada klien 10.126.10.205 
No •• Trne 
7912004-08-03 12 :10:01.195891 10.126.10.205 10.126.100.1 IOIP 
803 2004-08-03 12:10:06 .680717 10.126.10.205 10.126.100.1 IOIP 
815 2004-08-03 12:10:12.180899 10.126.10.205 10.126.100.1 ICMP 
816 2004-08-03 12:10:12.181676 10.126.100.1 10.126.10.205 lCMP 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.29 Hasil Etbereal10.126.10.205 Ping 10.126.100.1 (2.2) 
Berdasarkan gambar 4.29, Router 10.126.100.1 kembali dapat terhubung 
setelah 10.985785 detik. 
112 
!rio 
792 2004-08-Q3 11:10:01.164943 10.126.10.205 10.116.10.170 104P 
803 2004-08-03 11:10:06.180516 10.126.10.205 10.116.10.170 ICMP 
814 2004-08-03 11:10:ll.680868 10.116.10.205 10.116.10.170 104P 
815 2004-08-03 11:10:ll.680993 10.116.10.170 10.116.10.205 IOIP 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.30 Hasil Etbereal10.126.10.205 Ping 10.126.10.170 (2.2) 
Berdasarkan gam bar 4.30, Router l 0.126.10.170 kern bali dapat terhubung 
setelah 10.922907 detik. 
No.· Tme SOU'ce 
3 2004-08-03 12:10:00.2U376 10.116.100.3 
792 2004-08-03 12:10:01.211518 10.126.10.205 
802 2004-08-03 12:10:06.680631 10.126.10.205 
814 2004-08-03 11:10:12.180818 10.126.10.205 
817 2004-08-03 12:10:12.181752 10.126.100.3 
10.126.10.205 
10.126.100.3 
10.126.100.3 
10.126.100.3 
10.126.10.205 
ICMP 
ICMP 
ICMP 
ICMP 
ICMP 
lrlo 
Echo (ping) reply 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.31 Hasil Etbereal10.126.10.205 Ping 10.126.100.3 (2.2) 
Berdasarkan gam bar 4.31 , klien I 0.126. J 00.3 kern bali dapat terhubung 
setelah 10.970234 detik. 
Gam bar 4.32 dan 4.33 merupakan basil ethereal pada router falcon. 
No.· fme trio 
46 2004-08-03 12:18:19.989471 10 .126.100 .5 10.126.100.1 ICMP Echo (ping) request 
47 2004-08-03 12:18:19.989571 10.126.100.1 10.126.100.5 ICMP Echo (pi ng) reply 
Gambar 4.32 HasiJ Ethereal 10.126.100.5 Ping 10.126.100.1 (2.2) 
Berdasarkan gambar 4.32, Router 10.126.100.1 kern bali dapat terhubung 
setelah 0.0001 detik. 
IXuce I~ 
30 2004-08-03 12:18:18.299466 10.126.10.168 10.126.10.170 IOIP Echo (ping) request 
312004-08-03 12:18:18.299474 10.126.10.168 10.126.10.170 ICMP Echo (ping) request 
32 2004-08-03 12:18:18.299592 10.126.10.170 10.126.10.168 IOIP Echo (ping) reply 
Gambar 4.33 Hasil Etbereall0.126.10.168 Ping 10.126.10.170 (2.2) 
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Berdasarkan gambar 4.33, Router 10.126.10.170 kembali dapat terhubung 
setelah 0.000 126 detik. 
Gambar 4.34 dan 4.35 merupa.kan basil ethereal pada router hsrp. 
No. ·ITine 
5 2004-08-03 12:17:50.831776 10.126.100.4 
10 2004-08-03 12 :17:51.831781 10.126.100.4 
15 2004-08-03 12:17:52 .831786 10.126.100.4 
20 2004-08-03 12:17:53.831810 10.126.100.4 
25 2004-08-03 12:17:54.831793 10.126 .100.4 
30 2004-08-03 12:17:55.831799 10.126.100.4 
60 2004-08-03 12:18:00.831734 10.126.100.1 
61. 2004..08-03 12:18:00.8.31750 10.126.100.1 
I~ 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
1.0.126.100.1 
10.126.100.1 
10.126.100.1 
IOIP Echc> (p-ing) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) reply 
Gambar 4.34 Hasil Ethereall0.126.100.4 Ping 10.126.100.1 (2.2) 
Berdasarkan gambar 4.34, Router 10.126.100.1 kembali dapat terbubung 
setelah 9.999974 detik. 
No Tme 
5 2004-08-03 12:17:51.061735 10.126.10.167 10.126.10.170 ICMP 
10 2004-08-03 12:17; 52,061733 10.126.10.167 10 .126.10 .170 ICMP 
15 2004-08-03 12:17:53.061733 10.126.10.167 10.126.10.170 IOIP 
20 2004-08-03 12:17:54.061743 10.126.10.167 10.126.10.170 ICMP 
25 2004-08-03 12:17:55.061734 10.126.10.167 10.126.10.170 ICMP 
42 2004-08-03 12:17:59.061746 10.126.10.170 10.126.10.170 ICMP 
43 2004-08-03 12:17: 59.061766 10.126.10.170 10.126 .10 .170 ICMP 
lrlo 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (pi ng) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.35 Hasil Etbereal10.126.10.167 Ping 10.126.10.170 (2.2) 
Berdasarkan gam bar 4.35, Router 10.126.10.170 kern bali dapat terhubung 
setelah 8.00003 1 detik. 
4.3.3 Uji Coba 3 
l . Tanpa mengirim file. 
Router akrif adalab darqueenice sedangkan router standby adalab hsrp. 
Klien yang digunakan adalab 10.126.10.205 dan 10.126.100.3. Gambar 4.34, 4.35 
dan 4.36 merupakan basil ethereal pada klien 10.126.10.205 
No •• Trne Sotrce 
5 2004-0B-03 14: 52:15.310721 10.126.100.1 
112004-08-03 14:52:16.310138 10.126.10.205 
24 2004-08-03 14:52:21.669801 10.126.10.205 
47 2004-08-03 14:52:27.154983 10.126.10.205 
49 2004-08-03 14:52:27.155054 10.126.100.1 
10.126.10.205 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.10.205 
ICMP 
ICMP 
ICMP 
ICMP 
IO!P 
114 
Jrlo 
Echo (ping) reply 
Echo (ping) request 
Echo (ping) request 
Echo (~ing) request 
Echo (ping) reply 
Gambar 4.36 Hasil Etbereal10.126.10.205 Ping 10.126.100.1 (3.1) 
Berdasarkan gam bar 4.36, router 10.126.100.1 kern bali dapat terhubung 
setelah 10.844916 detik. 
No .• Trroe Sotrce 
3 2004-08-03 14:52:15.310139 10.126.10.170 10.126.10.205 IOIP 
10 2004-08-03 14:52:16.310062 10.126.10.205 10.126.10.170 IOIP 
25 2004-08-03 14:52:21.669876 10 .126.10.205 10.126.10.170 IOIP 
42 2004-08-03 14:52:27.154380 10.126.10.205 10.126.10.170 IOIP 
46 2004-08-03 14:52:27.154562 10.126.10.170 10.126.10.205 ICMP 
!rio 
Echo (ping) reply 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gam bar 4.37 Hasil Etbereai10.126.J 0.205 Ping 10.126.10.170 (3.1) 
Berdasarkan gambar 4.37, router 10.126.10.170 kembali dapat terhubung 
sete1ah 10.8445 detik. 
IScute 
8 2004-08-03 14:52:16.153982 10.126.10.205 
23 2004-08-03 14:52:21.654107 10.126.10.205 
43 2004-08-03 14:52:27.154473 10.126.10.205 
48 2004-08-03 14:52:27.155029 10.126.100.3 
IOesttlatxln 
10.126.100.3 
10.U6.100.3 
10.126.100 . 3 
10.126.10.205 
1Ptotocd jlrlo 
IOIP Echo (ping) request 
IOIP Echo (ping) request 
IOIP Echo (ping) request 
ICMP Echo (ping) reply 
Gambar 4.38 Hasil EthereaJ 10.126.10.205 Ping 10.126.100.3 (3.1) 
Berdasarkan gambar 4.38, klien 10.126.100.3 kembali dapat terhubung 
setelah 11.00 1 04 7 detik. 
Gambar 4.39 dan 4.40 merupakan hasil ethereal pada router hsrp. 
115 
IScuce I~ 
6 1004-08-03 15:00:05.831695 10.126.100.4 
10 2004-08-03 15:00:06.831695 10.126.100.4 
1<4 2004-08-03 15:00:07.831699 10.126.100.4 
18 2004-08-03 15:00:08.831695 10.126.100.4 
22 2004-08-03 15:00:09.831695 10.126.100.4 
26 2004-08-03 15:00:10.831701 10.126.100.4 
30 2004-08-03 15:00:11.831697 10.126.100.4 
62 2004-08-03 15:00:15.831693 10.126.100.1 
63 2004-08-03 15:00:15.831703 10.126.100.1 
10.12&.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
10.126.100.1 
ICMP Echo (ping) requ'est 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) request 
ICMP Echo (ping) reply 
Gam bar 4.39 Hasil Ethereall0.126.100.4 Ping 10.126.100.1 (3.1) 
Berdasarkan gambar 4.39, Router 10.126.100.1 kembali dapat terhubung 
setelah 10.000008 detik. 
No . • rme Source 
5 2004-08-03 15:00:05.931687 10.126.10.167 10.126.10.170 ICMP 
9 2004-08-03 15:00:06.931687 10.126.10.167 10.126.10.170 IOIP 
13 2004-08-03 15:00:07.931712 10 .126.10.167 10.126.10.170 IOIP 
17 2004-08-03 15:00:08.931719 10.126.10.167 10.126.10.170 IQIP 
21 2004-08-03 15:00:09.931688 10.126.10.167 10.126.10.170 IQIP 
44 2004-08-03 15:00:13.931689 10.126.10.170 10.126.10.170 ICMP 
45 2004-08-03 15:00:13.931701 10.126.10.170 10 .126.10.170 ICMP 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reques~ 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.40 Hasil Etbereall0.126.10.167 Ping 10.126.10.170 (3.1) 
Berdasarkan gam bar 4.40, Router 10.126.10.170 kern bali dapat terhubung 
setelah 8.00001 4 detik. 
Gambar 4.4 1 dan 4.42 merupakan hasil ethereal pada router darqueenice. 
~~re IDestilm 
25 2004-08-03 15:00:22.291997 10 .126.10.169 10.126.10.170 IOIP 
26 2004-08-03 15:00:22.292002 10.126.10.169 10.126.10.170 ICMP 
27 2004-0B-03 15:00:22.292093 10.126.10.170 10.126.10.169 ICMP 
Echo {ping) reque~t 
Echo {ping) reque~t 
Echo (ping) reply 
Gam bar 4.41 Hasil Ethereal10.126.10.168 Ping 10.126.10.170 (3.1) 
Berdasarkan gambar4.41 , Router 10.126.10. 170 kemba1i dapat terhubung 
setelah 0.000096 detik. 
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No. -(rme IS<ute !Destnml 
• I J 
48 2004-08-03 15:00:24. 212015 10.126.100.6 10.126.100.1 IO!P Ecro (ping) request 
49 2004-08-03 15:00 :24.211106 10.126.100.1 10.116.100.6 ICMP Echo (ping) reply 
Gambar 4.42 Hasil Ethereal10.126.100.6 Ping 10.126.100.1 (3.1) 
Berdasarkan gambar 4.42, Router I 0.126. I 00. I kembali dapat terhubung 
setelah 0.000091 detik. 
2. Mengirim File 
Router aktif adalah hsrp sedangkan router standby adalah darqueenice. 
Klien yang digunakan adalah 10.126.10.205 dan 10.126. 100.3. Gambar 4.41, 4.42 
dan 4.43 merupakan hasil ethereal pada klien 10.126.10.205 
No. -(rme ISotrce 
17 2004-0B-03 14:55:49.226870 10.126.100.1 
527 2004-08-03 14 :55:50.226803 10.126.10.205 
542 2004-08-03 14:55:55 .664631 10.116.10.205 
558 2004-08-03 14:56:01.164920 10.126.10.205 
564 2004-08-03 14:56:01.165076 10.116.100.1 
IDestrlatm 
10.126.10.205 
10.126.100.1 
10.126.100.1 
10.116.100.1 
10.116.10.205 
IO!P 
ICMP 
IO!P 
ICMP 
ICMP 
Ecro (ping) reply 
Echo (ping) request 
Echo (ping) request 
Ecro (ping) request 
Echo (ping) reply 
Gambar 4.43 Hasil Etbereal10.126.10.205 Ping 10.126.100.1 (3.2) 
Berdasarkan gam bar 4.43, Router 10.126.100.1 kembali dapat terhubung 
setelah 10.938273 detik. 
~. -\rrne IStme IDestilml 
526 2004-08-03 14:55:50.195716 10.126.10.205 10.126.10.170 ICMP 
5412004-08-03 14:55:55.664537 10.126.10.205 10.126.10.170 IOIP 
557 2004-08-03 14:56:01.164836 10.126.10.205 10.126 .10.170 IOIP 
563 2004-08-03 14:56:01.165041 10.126.10.170 10.126 .10.205 IOIP 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar4.44 Hasil Etbereal10.126.10.205 Ping 10.126.10.170 (3.2) 
Berdasarkan gambar 4.44, Router 10.126.10.170 kembali dapat terhubung 
setelah 10.969325 detik. 
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10e5tnllm I~ J~tto 
. ' . 
180 2004-08-03 14:55:49.3n133 10.126.100.3 
528 2004-08-03 14:55:50.3&7544 10.126.10.205 
543 2004-08-ol 14:55:55.664699 10.126.10.205 
569 2004-08-03 14:56:01.165369 10.126.10.205 
570 2004-08-ol 14:56:01.165843 10.126.100.3 
10.126.10.205 
10.12&.100.3 
10.126.100.3 
10.126.100.3 
10.126.10.205 
ICMP 
IOIP 
ICMP 
ICMP 
ICMP 
Echo (ping) reply 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.45 Hasil Etbereal10.126.10.205 Ping 10.126.100.3 (3.2) 
Berdasarkan gambar 4.45, klien 10.126.100.3 kembali dapat terhubung 
setelal1 II . 793236 detik. 
Gam bar 4.46 dan 4.47 merupakan basil ethereal pada router darqueenice. 
No • • jrme jSWce IDesmallon JPrctocc:i jwo 
5 2004-08-03 15:03:48.&71944 10.126.100.& 10.11&.100.1 IOIP Echo (ping) request 
9 2004-08-03 15:03:49.671942 10.126.100.6 10.116.100.1 IOIP Echo (ping) request 
13 2004-08-03 15:03:50.671944 10.126.100.6 10.116.100.1 ICMP Echo (ping) request 
17 2004-08-Q3 15:03:51.672130 10.126.100.6 10.116.100.1 ICMP Echo (ping) request 
212004-08-03 15:03:52.671946 10.126.100.6 10.116.100.1 ICMP Echo (ping) request 
37 2004-08-03 15:03:5&.671953 10.126.100.1 10.116.100.1 ICMP Echo (ping) request 
38 2004-08-03 15:03:56.671986 10.126.100.1 10.126.100.1 IOIP Echo (ping) reply 
Gambar 4.46 Hasil Etbereal10.126.100.6 Ping 10.126.100.1 (3.2) 
Berdasarkan gambar 4.46, Router 10.126.100.1 kembali dapat terhubung 
setelall 8.000042 detik. 
No . • jnne JSwte IDestNOOn 
4 2004-08-03 15:03:48.791937 10.126.10.169 10.126.10.170 ICMP 
8 2004-08-03 15:03:49.791936 10.126.10.169 10.126.10.170 ICMP 
12 2004-08-03 15:03:50.791942 10.126.10.169 10.126.10.170 ICMP 
16 2004-08-03 15:03:51.791937 10.126. 10.169 10.126.10.170 ICMP 
20 2004-08-03 15:03:52.791936 10.126.10.169 10.126.10.170 ICMP 
24 2004-08-03 15:03:53.791949 10.126.10.169 10.126. 10.170 ICMP 
28 2004-08-03 15:03:54.791936 10.126.10.169 10.126.10.170 ICMP 
32 2004-08-03 15:03:55.791948 10.126.10.169 10.126.10.170 ICMP 
69 2004-08-03 15:03:59.791969 10.126.10.170 10.126.10.170 ICMP 
70 2004-08-03 15:03:59.792002 10.126.10.170 10.126.10.170 ICMP 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.47 HasH Etbereal10.126.10.169 Ping 10.126.10.170 (3.2) 
Berdasarkan gambar 4.47, Router 10.126.10.170 kembali dapat terbubung 
setelal1 11 .0009137 detik. 
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Gambar 4.48 dan 4.49 merupakan basil ethereal pada router hsrp. 
No. ·(rrre ISourte IDeslim 
2 2004-08-03 15:03:48 .671943 10.126.100.1 10.126.100.4 IOIP Echo (ping) reply 
Gambar 4.48 Hasil Etbereal10.t26.100.4 Ping 10.126.100.1 (3.2) 
Berdasarkan gambar 4.48, Router 10.126. 100.1 kembali dapat terhubung 
setelah 0.000111 detik. 
lswce 1~ llrio 
2 2004-08-03 15:03:50 .737047 10.126.10.167 10.126.10.170 I~P 
5 2004-08-03 15:03:50.737216 10.126.10.170 10.126.10.167 IOIP 
Echo (ping) request 
Echo (ping) reply 
Gambar 4.49 Hasil Ethereal 10.126.10.167 Ping 10.126.10.170 (3.2) 
Berdasarkan gambar4.49, Router 10.126.10.170 kembali dapat terhubung 
setelah 0.000175 detik.. 
4.3.4 Uji Coba 4 
Router tiga merupakan router aktif, sedangkan router satu, dua dan empat 
merupakan router standby. Berikut basil pencatatan waktu syslog sebelum router 
tiga dimatikan. 
Aug 11 08 : 36 : 56 umlDasamuka insco[l66] : reg 1 
Aug 11 08 : 36 : 59 umlDasamuka insco£166] : terima s ... 
Aug 11 08 : 36 : 59 umlDasamuka insco[l66] : terima A .. . 
Aug 11 08 : 37 : 02 umlDa samuka insco[ 166] : reg 1 
Aug 11 08 : 37 : 05 umlDasamuka insco[166] : terima s ... 
Aug 11 08 : 37 : 05 umlDa s amuka insco[ 166] : t e rima A ... 
Aug 11 08 : 37 : 09 umlDasamuka insco[l66] : reg 1 
Aug 11 08 : 37 : 11 umlDa samuka insco[166] : terima s ... 
Aug 11 08 : 37 : 11 umlDasamuka insco[l66] : terima A ... 
Aug 11 08 : 37 : 15 umlDasamu ka insco[166] : reg 1 
Gam bar 4. 50 Router Satu Sebelum Router Aktif Mati (4) 
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Berdasarkan gam bar 4.50 router satu akan menerima pesan ' A' setelah 3 
detik dari awal waktu standby. 
Aug 11 08 : 28 : 32 umlDasamuka insco{1641 : reg 1 
Aug 11 08 : 28 : 38 umlDasamuka insco(164] : terima s ... 
Aug 11 08 : 28 : 38 umlDasamuka insco[164] : terima A ... 
Aug 11 08 : 28 :38 umlDasamuka insco(l64] : reg 1 
Aug 11 08 : 28 : 44 umlDasamuka insco(l64) : terima s ... 
Aug 11 08 : 28 : 44 umlDasamuka insco[164) : terima A ... 
Aug 11 08 : 28 : 44 umlDasamuka insco[164) : reg 1 
Gambar 4. 51 Router Dua Sebelum Router Aktif Mati (4) 
Berdasarkan gambar 4.51 router Dua akan menerima pesan ' A ' setelab 6 
detik dari awaJ waktu standby. 
Aug 11 08 : 28 : 50 umlDasamuka i nsco[l58l : r eg 1 
Aug 11 08 : 28 : 56 umlDasamuka insco(158) : reg 1 jum 0 
Aug 11 08 : 28 : 56 umlDasamuka insco[158) : reg 2 
Aug 11 08 : 28 : 56 umlDasamuka ins co (158] : kirim ... 
Aug 11 08 : 28 : 56 umlDasamuka ins co [ 158) : terirna s ... 
Aug 11 08 : 28 : 56 umlDasamuka insco[l58} : terima A ... 
Au a 11 08 : 28 : 56 umlDasamuka insco r1581 : rea 1 
Gam bar 4. 52 Router Empat Sebelum Router Aktif Mati (4) 
Berdasarkan gam bar 4.52 router Empat akan menerima pesan 'A' 
bersamaan waktu standby. 
Berikut hasil pencatatan waktu syslog setelah router tiga dimatikan : 
Aug 11 08 : 41 : 28 umlDasamuka insco[l66) : Pemilihan Router 
Aug 11 08 : 41 : 28 umlDasamuka insco (166] : ioctl (SIOCSFLAGS) 
Cannot assign requested addre ss 
Aug 11 08 : 41 : 28 umlDasamuka insco(166] : downeth1 DOWN ethO : O 
Aug 11 08 : 41 : 28 umlDasamuka insco[166] : downeth1 DOWN ethO 
Aug 11 08 : 41 : 28 umlDasamuka insco{166] : NOW UP ethO 
Aug 11 08 : 41 : 28 umlDasamuka insco(166) : restore .......... 
Aug 11 08 : 41 : 28 umlDasamuka insco[l66) : Menjadi standby 
Aug 11 08 : 41 : 28 umlDasamuka insco(166) : ip 10 126 1 19 
Aug 11 08 : 41 : 28 umlDasamuka insco{166] : prio 5 ip 19 
Aug 11 08 : 41 : 31 umlDasamuka insco{166] : prio 5 ip 19 
Aug 11 08 : 41 : 31 um1Dasamuka insco{166] : Menjadi aktif 
Gambar 4. 53 Router Satu Setelah Router Aktif Mati (4) 
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Aug 11 08:41 : 26 umlDasamuka inscof1491: ip 10 126 1 20 
Aug 11 08 : 41 : 26 umlDasamuka insco[149) : prio 4 ip 20 
Aug 11 08:41 : 28 umlDasamuka insco[149] : ip 10 126 1 19 
Aug 11 08 : 41:28 umlDasamuka insco[149] : prio 5 ip 19 
Aug 11 08 : 41 : 29 umlDasamuka insco[149] : prio 5 ip 20 
Aug 11 08 : 41:29 umlDasamuka insco[149] : Men)adi standby 
Aug 11 08:41 : 29 umlDasamu ka insco[149] : ioctl (SIOCSFLAGS) 
Cannot assign requested address 
Aug 11 08 :41 : 29 umlDasamuka insco[149] : downeth1 DOWN ethO : O 
Aug 11 08 :41 : 29 umlDasamuka insco[149] : downeth1 DOWN ethO 
Aug 11 08 : 41 : 29 umlDasamuka insco[149) : NOW UP ethO 
Aug 11 08 : 41:29 umlDasamuka insco[149) : restore .......... 
Auo 11 08 : 41:29 umlDasamuka inscof1491: Men;adi standby 
Gam bar 4. 54 Router Dua Setelah Router Aktif Mati (4) 
Berdasarkan gambar 4.53 router satu menjadi router aktif setelah proses 
pemilihan router. Pada gam bar 4.54 router dua memiliki prioritas lebih rendah 
daripada router satu sehingga menjadi standby. 
Aug 11 08:41 : 24 umlDasamuka insco[168] : ip 10 126 1 22 
Aug 11 08:41 : 24 umlDasamuka insco£168] : prio 2 ip 22 
Aug 11 08:41 : 26 umlDasamuka insco[168] : ip 10 126 1 20 
Aug 11 08:41 : 26 umlDasamuka insco[168] : prio 5 ip 20 
Aug 11 08 : 41 : 27 umlDasamuka insco[168] : prio 3 ip 22 
Aug 11 08 : 41 : 27 umlDasamuka insco[168]: Menjadi standby 
Aug 11 08 : 41 : 27 umlDasamuka insco[168] : ioctl (STOCSFLAGS) 
Cannot assign requested address 
Aug 11 08:41 : 27 umlDasamuka insco[168]: downeth1 DOWN ethO : O 
Aug 11 08 : 41 : 27 umlDasamuka insco[168] : downeth1 DOWN ethO 
Aug 11 08:41 : 27 umlDasamuka insco[168]: NOW UP ethO 
Aug 11 08 : 41 :27 umlDasamuka insco[l68]: restore . ..... .... 
Au a 11 08:41 : 27 umlDasamuka inscof1681 : Meniadi standbY 
Gam bar 4. SS Router Em pat Setelah Router Aktif Mati (4) 
Berdasarkan gambar 4.55 router empat memiliki prioritas lebih rendah 
daripada router dua sehingga menjadi standby. 
Aug 11 08:41 : 19 umlDasamuka insco[152) : restore ......... . 
Aug 11 08:41 : 19 umlDasamuka insco[152) : Menjadi standby 
Aug 11 08:41 : 19 umlDasamuka insco[152) : Keluar 15 
Gambar 4. 56 Router Empat Mati (4) 
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Berdasarkan gambar 4.56 dan 4.53 perpindahan router dari router tiga ke 
router satu berlangsung selarna 12 detik. 
4.3.5 Uji Coba S 
Router satu merupakan router aktif, sedangkan router dua, tiga, empat dan 
lima merupakan router standby. Berikut hasil pencatatan waktu syslog sebelum 
router satu dimatikan 
Aug 11 08 : 47 : 13 umlDasamuka insco [1 49) : reg 1 
Aug 11 08 : 47 : 16 umlDasamuka insco[l49] : terima s ... 
Aug 11 08 : 47 : 16 umlDasamuka insco[149] : terima A . . . 
Aug 11 08 : 47 : 19 umlDasamuka insco [1 49) : reg 1 
Aug 11 08 : 47 : 22 umlDasamuka insco [149) : t e rima s ... 
Aug 11 08 : 47 : 2::! umlDasamuka insco[149] : terima A ... 
Aug 11 08 : 47 : 25 um1Dasamuka i nsco [1 49) : r e g 1 
Aug 11 08 : 47 : 28 umlDasamuka insco[149] : terima s ... 
Aug 11 08 : 47 : ..::8 umlDasamuka insco[149] : terima A ... 
Aug 11 08 : 47 : 31 umlDasamuka insco [1 49) : reg 1 
Gam bar 4. 57 Router Dua Sebelum Router Aktif Mati (S) 
Berdasarkan gam bar 4.57 router Dua akan menerima pesan ' A' setelah 3 
detik dari awal waktu standby. 
Aug 11 08 : 47 : 28 umlDasamuka insco[159) : reg 1 
Aug 11 08 : 47 : 35 umlDasamuka insco[159) : reg 1 jum 0 
Aug 11 08 : 47 : 35 umlDasamuka insco[l59] : reg 2 
Aug 11 08 : 47 : 35 umlDasamuka i nsco[159) : kirim ... 
Aug 11 08 : 47 : 35 um1Dasamuka insco[159) : terima s ... 
Aug 11 08 : 47 : 35 umlDasamuka insco[159) : terima A ... 
Aug 11 08 : 47 : 35 umlDasamuka ins co[159) : reg 1 
Aug 11 08 : 47 : 41 umlDasamuka insco(159) : reg 1 jum 0 
Aug 11 08 : 47 : 41 umlDasamuka insco[l59) : reg 2 
Aug 11 08 : 47 : 41 umlDasamuka insco[l59): kirim ... 
Aug 11 08 : 47 : 41 umlDasamuka ins co[l59] : terima s ... 
Aug 11 08 : 47 : 41 umlDasamuka insco[l59) : terima A ... 
Auq 11 08 : 47 : 41 umlDasamuka insco[159] : reg 1 
Gam bar 4. 58 Router Tiga Sebelum Router Aktif Mati (5) 
Berdasarkan gambar 4.58 router Tiga akan menerima pesan ·A' bersamaan 
waktu standby. 
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Aug 11 08 : 47 : 04 umlDasamuka insco{~68]: reg 1 
Aug 11 08 : 47 : 08 umlDasamuka insco(168] : terima R ••• 
Aug 11 08 : 47 :08 umlDasamuka insco(168] : terima A ... 
Aug 11 08 : 47 : 11 umlDasamuka ~nsco ( 168]: reg 1 
Aug 11 08 : 47 : 16 umlDasamuka insco[168] : terima s . .. 
Aug 11 08:47 : 16 umlDasamuka insco(168] : terima A ... 
Aug 11 08:47 : 17 umlDasamuka insco(168]: reg 1 
Aug 11 08 : 47 :22 um1Dasamuka insco(168] : terima s ... 
Aug 11 08 : 47 : 22 umlDasamuka ins co { 168] : terima A ... 
Aug 11 08 : 47 : 23 umlDasamuka insco[l68] : reg 1 
Gambar 4. 59 Router Empat Sebelum Router AktifMati (5) 
Berdasarkan gambar 4.59 router Empat akan menerima pesan • A' setelah 5 
detik dari awal waktu standby. 
Aug 11 08 : 47 : 18 um1Dasamuka insco[155) : reg 1 
Aug 11 08 : 47 : 22 uml Da samu ka insco[155) : terima s ... 
Aug 11 08 : 47 : 22 umlDasamuka insco [155) : terima A . . . 
Aug 11 08 : 47 : 24 umlDasamuka insco(155] : reg 1 
Aug 11 08 : 47 : 28 uml Da samu ka ins co [ 155) : terima s ... 
Aug 11 08 : 47 : 28 umlDasamuka insco[155] : terima A ... 
Aug 11 08 : 47 : 30 umlDasamuka ins co [ 155 J : reg 1 
Aug 11 08 : 47 : 35 umlDasamuka insco[155] : terima s ... 
Aug 11 08 : 47 : 35 umlDasamuka insco[155) : terima A . .. 
Aug 11 08:47 : 36 umlDasamuka insco[155] : reg 1 
Gambar 4. 60 Router Lima Sebelum Router Aktif Mati (5) 
Berdasarkan gambar 4.60 router Lima akan menerima pesan 'A' setelah 4 
detik dari awal waktu standby. 
Berikut hasil pencatatan waktu syslog setelah router satu dimatikan : 
Aug 11 08 : 51 : 01 umlDasamuka l.OSC0(149) : Pemilihan Router 
Aug 11 08 : 51 : 01 umlDasamuka insco(149] : ioctl (SIOCSFLAGS) 
Cannot assign requested address 
Aug 11 08 : 51 : 01 umlDasamuka insco [149] : downeth1 DOWN ethO : O 
Aug 11 08 : 51 : 01 umlDasamuka insco [149] : downeth1 DOWN ethO 
Aug 11 08 : 51 : 01 umlDasamuka insco(149] : NOW UP ethO 
Aug 11 08 : 51 : 01 uml Oa samu ka insco{l49] : restore .......... 
Aug 11 08 :51 : 01 um1Dasamuka insco[149] : Menjadi s tandby 
Aug 11 08 : 51 : 01 umlDasamuka insco [149] : ip 10 126 1 20 
Aug 11 08 : 51:01 umlDasamuka insco[149) : prio 3 ip 20 
Aug 11 08 :51 : 04 umlDasamuka insco[149] : prio 3 ip 20 
Aug 11 08 : 51 : 04 um1Dasamuka insco[149] : Menjadi aktif 
Gambar 4. 61 Router Oua Setelab Router Aktif Mati (5) 
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Berdasarkan gambar 4.61 router dua menjadi router aktif setelab proses 
pemilihan router. Pada gambar 4.62 router tiga memiliki prioritas lebih rendah 
daripada router dua sehingga menjad.i standby. Sedangkan pada gambar 4.63 
router empat memiliki prioritas lebih rendah daripada router dua sehingga menjadi 
standby. 
Aug 11 08 : 50 : 58 umlDasamuka insco[159] : Pemilihan Router 
Aug 11 08 : 50 : 58 umlDasamuka insco[159): ioctl (SIOCSFLAGS) 
Cannot assign requested address 
Aug 11 08 : 50 : 58 umlDasamuka ins co [ 159] : downeth1 DOWN ethO : O 
Aug 11 08:50 : 58 umlDasamuka insco[159] : downeth1 DOWN ethO 
Aug 11 08 : 50 : 58 umlDasamuka insco[159]: NOW UP ethO 
Aug 11 08 : 50 : 58 um1Dasamuka insco{159] : restore .......... 
Aug 11 08 : 50 : 58 umlDasamuka insco[159] : Menjadi standby 
Aug 11 08:50 : 58 umlDasamuka insco{159] : ip 10 126 1 21 
Aug 11 08 : 50:58 umlDasamuka insco[159] : prio 2 ip 21 
Aug 11 08:50:58 umlDasamuka insco[159] : ip 10 126 1 22 
Aug 11 08 : 50 : 58 um1 Da samu ka insco{159) : prio 2 ip 22 
Aug 11 08 : 50:59 um1Dasamuka insco[159] : ip 10 126 1 23 
Aug 11 08 : 50:59 umlDasamuka insco[159] : prio 1 ip 23 
Aug 11 08 : 51 : 01 umlDasamuka insco[159] : ip 10 126 1 20 
Aug 11 08 : 51 : 01 um1Dasamuka insco[159] : prio 3 ip 20 
Aug 11 08 :51 : 01 umlDasamuka insco[159] : reg 1 
Auq 11 08 : 51 : 04 umlDasamuka insco[159) : terima A ... 
Gam bar 4. 62 Router Tiga Setelab Router Aktif Mati (5) 
Aug 11 08 : 50 : 58 um1Dasamuka insco[168] : Pemilihan Router 
Aug 11 08 : 50 : 58 umlDasamuka insco[168] : ioctl (SIOCSFLAGS) 
Cannot assign requested address 
Aug 11 08 : 50 : 58 umlDasamuka insco[168}: downeth1 DOWN ethO : O 
Aug 11 08 : 50 : 58 umlDasamuka insco[168): downeth1 DOWN ethO 
Aug 11 08 : 50 : 58 umlDasamuka insco[168) : NOW UP ethO 
Aug 11 08 : 50 : 58 umlDasamuka insco[168) : restore .......... 
Aug 11 08 : 50:58 umlDasamuka insco[168) : Menjadi standby 
Aug 11 08 : 50 : 59 umlDasamuka insco[168] : ip 10 126 1 22 
Aug 11 08 : 50 : 59 umlDasamuka insco[168) : prio 2 ip 22 
Aug 11 08 : 50 : 59 umlDasamuka insco[l68) : ip 10 126 1 23 
Aug 11 08:50 : 59 um1Dasamuka insco[168) : prio 1 ip 23 
Aug 11 08 : 51 : 01 um1Dasamuka insco[168) : ip 10 126 1 20 
Aug 11 08 : 51 :01 um1Dasamuka insco[168] : prio 3 ip 20 
Aug 11 08 : 51:02 umlDasamuka insco[168] : prio 3 ip 23 
Aug 11 08 : 51 : 02 umlDasamuka insco(l68] : Menjadi standby 
Gambar 4. 63 Router Empat Setelab Router Aktif Mati (5) 
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Aug 11 08 :50 : 59 umlDasamuka insco[1551 : Pemilihan Router 
Aug 11 08 : 50:59 umlDasamuka insco[155] : ioct1 (SIOCSE'LAGS) 
Cannot assign requested address 
Aug 11 08 : 50 : 59 umlDasamuka insco[155] : downethl DOWN ethO : O 
Aug 11 08 : 50 : 59 umlDasamuka insco[155] : downeth1 DOWN ethO 
Aug 11 08 : 50 : 59 umlDasamuka insco[155] : NOW UP ethO 
Aug 11 08 : 50 : 59 umlDasamuka insco[l55] : restore .......... 
Aug 11 08 : 50 : 59 umlDasamuka insco[l55] : Menjadi standby 
Aug 11 08 : 50 : 59 umlDasamuka insco[155] : ip 10 126 1 23 
Aug 11 08 : 50 :59 umlDasamuka insco[155] : prio 1 ip 23 
Aug 11 08 : 51 : 01 umlDas amuka insco[155] : ip 10 126 1 20 
Aug 11 08 : 51 :01 umlDasamuka insco[155] : prio 3 ip 20 
Aug 11 08 : 51 : 03 um1Da s amuka i nsco[155] : prio 3 ip 23 
Auq 11 08 : 51 : 03 umlDa s amuka i nsco [1551 : Meniadi standby 
Gambar 4. 64 Router Lima Setelah Router Aktif Mati (5) 
Berdasarkan gambar 4.64 router lima memiliki prioritas lebih rendah daripada 
router dua sehingga menjadi standby. 
Aug 11 08:50 :55 umlDasamuka insco(166] : restore ... . .... . . 
Aug 11 08 : 50 : 55 umlDasamuka insco£166] : Menjadi standby 
Aug 11 08 : 50 : 55 umlDasamuka insco£166] : Keluar 15 
Gam bar 4. 65 Router Satu Mati (5) 
Berdasarkan gambar 4.65 dan 4.61 perpindahan router dari router satu ke 
router dua berlangsung selama 9 detik. 
4.4 Evaluasi Hasil Uji Coba 
Uji coba diatas bertujuan untuk mencatat waktu reply ketika perpindahan 
router terjadi baik antar kJien dengan kJien, router dengan klien maupun router 
dengan router. Tabel 4.2, 4.3, 4.4 dan 4.5 merupakan basil uji coba dimana hasil 
perhitungan waktu dalam satuan det:ik. Untuk tabel4.2, 4.3 dan 4.4 menggunakan 
ethereal, sedangkan tabel4.5 menggunakan waktu yang tertera pada syslog. 
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Tabel4. 2 Hasil Uji Coba Reply Klien ke Klien 
Uji Coba Dari Tujuan(dalam derik) 
10.126.10.205 10.126.100.3 
1 tanpa file 11.001283 
I dengan file 11.001044 
2 tanpa file 12.001034 
2 dengan file 10 .970234 
2 tanpa file 11.001047 
2 dengan file 11 .793236 
Tabel4. 3 Hasil Uji Coba Reply Router ke Klien 
Uji Coba Dari Tujuan (dalam detik) 
10.126.10.205 10.126.100.1 10.] 26.] 0 .170 
1 tanpa file 11.001041 10.922907 
1 dengan file 10.767652 10.732051 
-
2 tanpa file 12.000114 11.937926 
2 dengan file 10.985785 10.922907 
2 tanpa file 10.844916 10.8445 
2 dengan file 10.938273 10.969325 
Tabel4. 4 Hasil Uji Coba Reply Router ke router 
Uji Coba Dari 
Tujuan (dalam detik) 
10.126.100.1 10.126.10.170 
10.126.10.168 7.000052 9 .000013 
1 10.126.10.167 
tanpa file 8 .000142 
10.000268 
10.126.10.169 0.000172 0 .000169 
10.126.10.168 8.000055 11 .000054 
1 10.126.10.167 dengan file - -
- -
10.126.10.169 0 .000169 0 .000266 
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10.126.10.168 0.000111 0.00013 
2 10.126.10.167 9.999995 10.000012 
tanpa file -
10.126.10.169 - -
10.126.10.168 0.0001 0.000126 
2 10.126.10.167 9.999974 8.000031 dengan file 
10.126.10.169 - -
10.126.10.168 - -
2 10.126.10.167 10.000008 8.000014 
tanpa file 
10.126.10.169 0.000091 0.000096 
10.126.10.168 - -
2 10.126.10.167 0.000111 0.000175 dengan file 
10.126.10.169 8.000042 11 .0009137 
Tabel 4. 5 Hasil Uji Coba 4 dan 5 pada Perpindahan Router 
Uji Coba Waktu Perpindahan Keterangan 
4 12 detik Router tiga ke router satu 
5 9 detik Router satu ke router dua 
Berdasarkan tabel basil uji 4.2, 4.3, 4.4 dan 4.5 kecepatan reply antar klien 
ke klien, router ke klien maupun router ke router ketika terjadi perpindaban router 
untuk aplikasi Insco tidak dipengaruhi oleh : 
l . Lalu lintas jaringan 
Uj i coba satu dan dua berada pada jaringan dengan lalu lintas yang padat 
daripada uji coba tiga, namun kecepatan reply tidak ada perubahan yang 
signifikan. Selain itu pada uji satu, dua dan riga ketika terjadi pengiriman file juga 
tidak mempengaruhi kecepatan reply. 
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2. Jumlah router dalam satu kelompok 
Kerika router aktif masih hidup, banya ada satu router standby yang 
mengirimkan pesan 'S' secara broadcast, sedangkan router standby yang lain 
menunggu pesan 'A' yang merupakan balasan router akrif terhadap pesan 'S' dari 
router standby tersebut. Hal ini dilakukan untuk mengurangi Jalu lintas jaringan 
sehingga mempercepat pemilihan router. Pada gambar 4.66 router standby 
pengirim pesan 'S ' adalah router A, sedangkan router penunggu pesan ' A' adalah 
router 8 dan C. Router A menunggu selama 6 detik jika tidak menerima ' A' akan 
melakukan pengiriman pesan 'S' , sedangkan router B dan C akan menunggu 
pesan 'A' selama 6 detik juga. Jika router 8 dan C ridak menerima pesan 'A' 
dalam 6 derik, router ini akan melakukan pengiriman pesan 'S', jika dalam 3 detik 
tidak menerima ' A' maka dilakukan pemilihan router. 
Jika router akrif masih hidup, maka router A akan melakukan pengiriman 
setiap 7 detik karena 6 detik menunggu dan 1 detik mengirim pesan 'S' dan 
menerima ' A' . Sedangkan router B dan C mengalami setiap 6 detik penungguan 
pesan ' A' . 
Dengan demikian yang pertama kali memasuki tahap pemiliban router 
adalab router A (gambar 4.67), sedangkan antara router 8 dan C yang terlebih 
dabulu akan memasuki tahap ini tergantung dari permulaan waktu standby 
mereka. Waktu tahap pemilihan router masing-masing router adalah 3 detik 
selama router tersebut tidak menerima pesan 'A' dari router lain. 
128 
.--...... 
s R-
-~ 9andbr c 
~ 
-
s 
s 
.1\ A 
' 
~ 
--...... 
~ A ( R.- \ ~ s.~:; \ B 
Gam bar 4.66 Kondisi Router Aktif Hidup 
Ketika router A telah mengalami tahap registrasi, waktu standby router B 
dan C akan berkurang, setelah itu router B dan C mengirimkan pesan · S' dan 
menunggu 3 detik, kemudian memasuki tahap registrasi. Jika waktu standby 
router B dan C 3 detik. ketika router A memasuki tahap registrasi maka router A 
akan menjadi router aktif, karena router B dan C belum memasuki tahap 
registrasi . 
Narmm jika router B dan C tidak dalam penungguan dan telah 
mengirimkan pesan 'S' dan menunggu pesan ' A' maka router B dan C akan 
memasuki tahap pemilihan router. (gambar 4.67) 
Sehingga waktu terlama untuk perpindahan router pada kelompok router 
berjwnlah dua adalah 6 detik penungguan pesan ' A' ditambah 3 detik penungguan 
pesan 'A' setelah pengiriman pesan 'S' ditambah 3 detik tahap registrasi sama 
dengan 12 detik. Sedangkan waktu terlama untuk perpindahan router pada 
kelompok router berjumlah lebih dua adalah 5 detik penungguan pesan 'A· 
(aswnsi awal waktu router standby pengirim merupakan akhir waktu standby 
router penunggu), ditarnbah 3 detik penungguan pesan 'A' setelah pengiriman 
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pesan 'S'. ditambah 3 detik tahap registrasi, ditambah 2,9999 detik tahap 
registrasi router standby penunggu jika router ini mempunyai prioritas lebih tinggi 
daripada router standby pengirim sama dengan 12,9999 detik. 
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Gambar 4.67 Pemilihao Router 
Sehingga dapat disimpulkan dari gambar 4.67 dan uji coba 4 dan 5 untuk 
perpindahan router untuk lebih dari dua buah router dalam satu kelompok router 
tidak mempengaruhi kecepatan router. Namun untuk kelompok router yang hanya 
memiliki router aktif dan satu router standby memiliki kekhususan sendiri karena 
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router standby yang ada bertindak sebagai router penunggu dan pengirirn pesan. 
Selain itu pada tahap registrasi tidak perlu menunggu router standby lain menjadi 
aktif. Meskipun demikian waktu perpindahan router untuk kelompok lebih dari 
dua router dapat lebih cepat dari kelompok dua buah router jika wakru mulai 
standby antar router memiliki jarak yang jauh atau hampir bersamaan (dekat). 
Waktu Request disebabkan oleh Broadcast ARP. Ketika proses 
perpindahan router terjadi, akan ada pencarian ARP yang dilakukan oleh 
komputer yang melakukan koneksi ke router (gambar 4.68). ARP ini bertujuan 
mencari kecocokan alamat IP dengan alamat MAC. Broadcast ARP ini akan 
berlangsung sampai dengan router aktif telah terpilih dengan kata lain alamat 
virtual IP dan MAC telah ada kembali di jaringan. Karena adanya proses 
pencarian ARP menyebabkan terjadi request yang berulang. 
. . 
26 2004-08-03 12:17:55.348773 10.126.10.168 AAP 
27 2004-08-03 12:17:55.831713 10.126.100.4 ARP 
29 2004-08-03 12:17:56.008742 10.126.100.5 ARP 
30 2004-08-03 12:17:56.061719 10.126.10.167 AAP 
312004-08-03 12:17:56.348751 10.126.10 .168 AAP 
32 2004-08-03 12:17:56.831735 10.126.100.4 AAP 
33 2004-08-03 12:17:57.017975 10.126.100.5 ARP 
34 2004-08-03 12:17:57.061716 10.126.10.167 ARP 
35 2004-08-03 12:17:57.349286 10.126.10.168 ARP 
36 2004-08-03 12:17:57.831759 10.126.100.4 ARP 
37 2004-08-()3 12:17:58.008710 10.126 .100. 5 AAP 
38 2004-08-03 12:17:58.061717 10.126.10.167 ARP 
39 2004-08-()3 12:17:58.348704 10.126.10.168 ARP 
40 2004-08-03 12:17:58.831714 10.126.100.4 ARP 
412004-08-03 12:17:59.008682 10. 126.100.5 ARP 
42 2004-08-()3 12:17:59.061746 10.126.1.0.170 10.126.10.170 IOIP 
c p1ng r~ues 
Who has 10.126.10.170? Te 
Who has 10.126.100.17 Tel 
Who has 10.126.100.17 Tel 
Who has 10.126.10.170? Te 
who has 10.126.10.1707 TE 
who has 10.126.100.17 Tel 
who has 10.126.100.17 Tel 
Who has 10.126.10.170? Te 
Who has 10.126.10.1707 TE 
who has 10.126.100.17 Tel 
who has 10 .126.100.17 Tel 
who has 10.126.10.170? Te 
who has 10.126.10.170? Te 
Who has 10.126.100.17 Tel 
Who has 10.126.100.17 Tel 
Echo (pino) reQuest 
Gam bar 4.68 Broadcast ARP Ketika Terjadi Perpindaban Router 
BABY 
KESIMPULAN DAN SARAN 
Bab ini menjelaskan tentang kesimpulan yang bisa diambil dari pembuatan 
Tugas Akhir ini serta saran untuk kemungkinan pengembangan aplikasi sistem 
selanjutnya. 
5.1 Kesimpulan 
I. Komputer router dengan sistem operasi Linux dapat 
mengimplernentasikan sistem semi HSRP sebagimana halya router 
perangkat keras. 
2. Perpindahan router dapat dilakukan secara otomatis dengan mernindahkan 
alamat virtual IP dan MAC router. 
3. Besarnya lalu lintas jaringan tidak mempengaruhi waktu perpindahan 
router. 
4. Jumlah router dalam satu kelompok Insco untuk jumlah router lebih dari 
dua tidak mempengaruhi waktu perpindaban router. 
5.2 Saran 
1. Mengurangi proses yang dilakukan router aktif, sehingga router aktif dapat 
meneruskan paket klien dan memberikan respon lebih cepat setiap pesan dari 
router standby. 
2. Melakukan enskripsi protokol yang dikirimkan sehingga keamanan data dapat 
terjaga. Hal ini dilakukan karena aplikasi ini rnenggunakan kornunikasi 
broadcast dimana seluruh komputer pada jaringan sapat menerima semua 
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pesan yang dikinnkan oleh router aktif maupun standby. 
3. Mengurangi jumlah data dalam protokol sehingga tidak membebani jaringan 
dengan cara kompresi data yang akan dikirim. 
4. Pengembangan antarmuka pengguna sehingga memudahkan penggunaan 
terutama bagi user yang masih awam linux. 
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