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Pada era digital pada saat ini website merupakan kebutuhan bagi seluruh 
kalangan Personal, Group, dan Instansi, Dengan perkembangan teknologi yang sangat 
pesat ini, maka  banyak juga ancaman terkait kemanan informasi, Banyak peretas tidak 
bertanggung jawab memanfaatkan keadaan ini dengan meretas situs website yang di 
dalamnya terdapat banyak informasi pribadi dan penting untuk di salah gunakan, 
Bahkan kasus lebih parah para peretas memanfaatkan server penyedia layanan website 
sebagai ladang kejahatan seperti ZombieBot, Phising, Minning, Dll. 
Para pengelolah website di buat tidak nyaman dengan keadaan seperti itu, 
Penelitian ini dilakukan untuk memantau dan mengetahui perubahan file apa saja 
yang berada pada direktori root web server, selain itu, juga untuk memantau seluruh 
file pada direktori root web server secara realtime dan detail. Dalam penelitian ini 
peneliti membuat bot telegram untuk memantau dan menggunakan metode hashing & 
metode compare, jadi setelah bot di jalankan seluruh file pada direktori webserver 
akan di hash, lalu hash di simpan untuk di jadikan bahan komparasi file sebelum 
dirubah dan sesudah dirubah, dalam hal ini bot yang telah di buat akan mengirimkan 
notifikasi melalui aplikasi telegram jika terjadi perubahan hash pada file, Hasil dari 
penelitian ini menunjukkan bahwa ketika bot sudah di jalankan, perubahan yang di 
lakukan oleh pihak dalam pengelola website dan di lakukan oleh pihak luar peretas 
dapat di ketahui mulai dari hash, waktu, dan letak direktori dimana file tersebut 
berada dapat ter-monitoring. 
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In the digital era at this time the website is a necessity for all Personal, Group 
and Institutions, With this very rapid technological development, there are many  
threats related to information security, Many hackers are not responsible for utilizing 
this situation by hacking websites in which there is a lot of personal information and 
it is important to misuse it. Even more severe cases of hackers make use of website 
service provider servers as crime fields such as ZombieBot, Phishing, Minning, etc. 
Website managers are made uncomfortable with such conditions, Research 
This is done to monitor and find out what changes to the files that are in the web 
server's root directory, in addition, also to monitor all files in the web server's root 
directory in realtime and detail. In this study the researcher created a telegram bot to 
monitor and use the hashing method & compare method, so after the bot is run all the 
files in the webserver directory will be hashed, then the hash is saved to make the file 
comparison material before changing and after changing, in this case bots that have 
been created will send notifications via the telegram application if there is a hash 
change in the file. The results of this study indicate that when the bot is run, changes 
made by the party in the website manager and done by outside hackers can be found 
starting from the hash, time, and location of the directory where the file is located can 
be monitored. 
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 Dari hasil penelitian, perancangan dan implementasi Monitoring file 
menggunakan telegram BOT untuk mendeteksi serangan siber yang telah di lakukan, 
penulis dapat berkesimpulan sebagai berikut : 
1. Monitoring file menggunakan bot telegram merupakan sistem yang cukup simple & 
mudah di operasikan oleh sysadmin website. 
2. Monitoring file menggunakan bot telegram cukup membantu dalam memantau 
perubahan file pada direktori root web server baik melalui internal maupun external  
3. Dengan menggunakan metode hashing dan compare file sysadmin dapat mengecek 
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