






































































































































































































































% niutil -list -t localhost/test /
1 machines
% niutil -list -t localhost/test /machines
2 myhost




















% nidump passwd -t localhost/local | grep ”^naito:”
naito:XXXXXXXXXXXXX:501:20::0:0:Hisashi NAITO:/Users/naito:/bin/tcsh
% niload -m passwd -t localhost/test < /tmp/passwd
% nidump passwd -t localhost/test
testuser:XXXXXXXXXXXXX:502:20::0:0:testuser:/Users/testuser:/bin/tcsh
% niutil -list -t localhost/test /
1 machines
3 users
% niutil -list -t localhost/test /users
4 testuser






















% niutil -rparent -t localhost/local
root domain: no parent













































% niutil -t -createprop localhost/test / trusted_networks 172.16.254.0/24











































% niutil -t -appendprop localhost/top /machines/myhost serves ./top
% niutil -t -appendprop localhost/top /machines/myhost serves localhost/test
% niutil -t -appendprop localhost/test /machines/myhost serves ./test




























































































































































































































































































































35 「NFS」はNetwork File ServiceまたはNetwork File Systemの略。





































































































nfsserver:/home        - /home                        nfs - yes rw
nfsserver:/Volumes/FOO - /Applications/LocalSoftwares nfs - yes ro













% niutil -list -t localhost/top /mounts
5 nfsserver:/home
6 nfsserver:/Volumes/FOO

























































































































































































MD5 TLS TTLS PEAP
EAP




















































































































































































出張先 のノート PC 研究室 
メールサーバ VPNサーバ 


















らを簡単に解説しておこう。VPNの実現方法としてはPPTP（Point to Point Tunneling Protocol），
L2TP（Layer 2 Tunneling Protocol），IPSecなどがある70。ここではそれらの詳細について触れる
ことはしないが，プロトコルの違いや長所・欠点について簡単に解説しておこう。
PPTP PPTPとは，その名のとおり，ネットワーク上の２点間を暗号化パケットを使って通信す




















出張先 のノート PC 研究室 

















Mac OS X」としてリリースしている“Mac OS X Server”を利用してこれらの設定を行うこと
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無線LANの通信規格である802.11とそのセキュリティについては［２, ３, ４］が参考になる。
２　B. Potter, B. Fleck著, 802.11セキュリティ，オライリー・ジャパン, 2003。





LDAP: iPlanet Directory Server 5.1, Solaris 9.
radius: FreeRadius 0.9.3, Solaris 9,
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