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ВСТУП
У сучасному світі важливі політичні, економічні, екологічні, ін-
формаційні події безпосередньо впливають не тільки на міжнародно-
правовий стан, а й на відповідні процеси у конкретній країні, а також
на інтереси її громадян, діяльність політичних, соціально-
економічних, соціально-культурних міжнародних і національних
об’єднань. Впливові та взаємопов’язані процеси, що визначають
життєдіяльність кожної держави, мають глобальний характер та
отримали назву глобалізації.
В умовах глобалізації швидкими темпами формується новий тип
людської формації – “інформаційне суспільство”. Однією з основних
характеристик новітньої формації є швидкий обмін інформацією, ро-
звиток усіх сфер людської діяльності за допомогою знань.
Наявність потужних інформаційних технологій, що, проникаючи
в усі сфери суспільного життя, генерують не тільки нові можливості,
але й загрози, вимагає існування єдиної взаємоузгодженої правової
системи регулювання інформаційних відносин.
Особливістю управління інформаційною сферою є широкий
спектр суспільних відносин, що охоплюються ним. Урегулюванню
підлягають інформаційні відносини, які за правовим змістом забез-
печують реалізацію основних прав людини, а також державні та мі-
ждержавні, міжнаціональні, міжконфесійні та інші відносини.
Відсутність єдиної правової системи регулювання інформаційних
відносин, принципів і методики здійснення державної інформаційної
політики, ефективного управління інформаційними ресурсами приз-
водить до значного відставання України від темпів світового еконо-
мічного та культурного розвитку, гальмування процесів інтеграції до
міжнародного співробітництва.
Насамперед, ефективність державної інформаційної політики за-
лежить від створення тотожної, узгодженої системи національного
законодавства та її інтегрованості до міжнародно-правових стандар-
тів. Теоретичне обґрунтування на відповідній науково-
методологічній основі повинно бути покладене в теорію та практику
багатопрофільного складного процесу формування українського ін-
формаційного права та інформаційної державної політики.
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За даними Держкомстату України, інформаційні відносини регу-
люються понад 300 законами України та постановами Верховної Ра-
ди України, указами та розпорядженнями Президента України, пос-
тановами та розпорядженнями Кабінету Міністрів України, а також
1095 нормативними актами міністерств і відомств України [1].
Державна інформаційна політика передбачає реалізацію правових
норм, які забезпечують можливості учасників правовідносин вільно
реалізувати право на інформацію. Першочерговим завданням у галу-
зі інформаційного права є встановлення основних міжнародних
принципів права доступу громадян до інформації: презумпція відк-
ритості та вільного доступу до інформації; повнота та достовірність
інформації; своєчасність надання інформації; обмеження права дос-
тупу до інформації тільки відповідно до законних режимів доступу
до інформації; право судового оскарження при забороні доступу
громадян до інформації.
Невпинне якісне оновлення суспільства, побудова правової дер-
жави призводять до кардинальних змін міждержавних відносин і сві-
тогляду людей. На перший план виходить вирішення глобальних за-
вдань – формування в Україні єдиної системи регулювання інформа-
ційних відносин, систематизація та захист інформаційних ресурсів,
побудова інформаційної інфраструктури, розроблення державної по-
літики захисту персональних даних, протидії деліктним інформацій-
ним правовідносинам. Першочерговим завданням, яке, очевидно, по-
стає перед державою, є правова підтримка інформаційних процесів,
включаючи гармонізацію міжнародного законодавства в системі віт-
чизняного права.
Реалізація права на інформацію, як елемент державної інформа-
ційної політики, повинна забезпечувати розвиток інститутів демок-
ратії, прав людини і громадянина, підвищення економічної могутно-
сті держави, її міжнародного авторитету, підйом матеріального та
культурного рівня життя громадян. Так, за результатами проведено-
го авторами опитування середньої ланки працівників органів вико-
навчої влади та місцевого самоврядування, рівень відкритості нор-
мотворчості органів виконавчої влади задовольняє лише 13 % респо-
ндентів, а якість отриманої інформації від органів державної влади
повністю задовольняє 16 % учасників дослідження. Слід зауважити,
що неотримання громадянами повної інформації призводить до від-
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повідного скорочення інформації від громадян, що надається для
прийняття управлінських рішень і, як наслідок, прийняття органами
державної влади хибних рішень.
Проблематика дослідження знаходиться, з одного боку, на стику
теорії інформаційного та конституційного права, що підтверджує
функціональну єдність державно-правової сфери, а, з іншого, – ви-
значає об’єктивний зв’язок і взаємодію права і державної інформа-
ційної політики.
Інтеграція України до світової спільноти об’єктивно вимагає по-
силення уваги до проблем, що виникають у площині інформаційних
відносин. Для забезпечення реальної демократії та розвитку правової
держави право людини на інформацію розглядається як один із голо-
вних елементів цього процесу.
Вдосконалення правового регулювання суспільних відносин в
інформаційній сфері набуває сьогодні особливого значення та роз-
глядається як найголовніше питання демократичного, правового,
економічного, соціального розвитку держави. Ця обставина вима-
гає проведення відповідних наукових досліджень, на підставі яких
повинна оновлюватись та удосконалюватись практика правового
регулювання суспільних відносин в інформаційній сфері.
Розробка фундаментальної теорії розвитку інформаційних відно-
син при врахуванні сучасних світових модельних і національних за-
конів, своєчасне встановлення чітких напрямів розвитку національ-
ного інформаційного законодавства при вирішенні наявних і майбу-
тніх проблем установлення пріоритету права людини на інформацію
дозволить спростити процедуру входження України у світову спіль-
ноту правових, демократичних країн.
Існуюча значна сукупність нормативно-правових актів, що ре-
гулюють інформаційні відносини, потребує узгодженості, систе-
матизації, тобто вимагає формування системи інформаційного
права. Постає нагальна наукова задача – обґрунтувати на теорети-
чному рівні єдність у системі українського права інститутів демо-
кратії, інформаційних відносин, інституту прав і свобод людини
та громадянина.
Необхідність наукового дослідження методологічних засад фор-
мування науки інформаційного права України в сучасних умовах і
зумовила написання цієї роботи.
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Слід зауважити, що наукові праці, тим чи іншим чином розгля-
даючи окремі питання розвитку інформаційного законодавства, не
містять спеціальних монографічних досліджень теоретико-
методологічних засад визначеної проблематики, єдності інституту
прав людини з інститутами демократії. Між тим, вивчення теми, без-
умовно, вказує, що в сучасних умовах виникає не тільки теоретична,
а й практична необхідність у науковому обґрунтуванні концепції ре-
алізації прав суб’єктів інформаційних відносин як одного з головних
чинників розвитку правової держави та гарантування розвитку ін-
ститутів демократії.
Метою, яку ставили автори, є комплексний аналіз теоретико-
методологічних засад реалізації права на інформацію; наукове об-
ґрунтування шляхів і методів розвитку інститутів інформаційного
права у співвідношенні з інститутами демократії і прав людини, гро-
мадянина, а також розробка пропозицій та рекомендацій щодо необ-
хідності забезпечення пріоритету права людини на інформацію в
умовах демократизації суспільства, подальшого розвитку інтегра-
ційних процесів.
Основна увага приділялася визначенню теоретико-
методологічних засад інформаційного права, особливостей форму-
вання інформаційного права в Україні, дослідженню методології ре-
алізації права на інформацію в Україні та встановленню особливос-
тей методів інформаційного права, узагальненню досвіду зарубіжних
країн щодо регулювання інформаційних відносин у сучасних умовах
розвитку суспільства. Завданням роботи є прогноз особливостей ре-
гулювання інформаційних відносин у майбутньому при становленні
нової формації – інформаційного суспільства, дослідження та
об’єктивне висвітлення реального стану забезпечення права людини
та громадянина на інформацію в правових інститутах українського
інформаційного законодавства, аналіз проблем, що виникають у
процесі регулювання інформаційних відносин, з акцентом на реалі-
зацію права на інформацію, в тому числі у частині забезпечення га-




ІНФОРМАЦІЙНА СФЕРА ТА ОСОБЛИВОСТІ
РЕГУЛЮВАННЯ СУСПІЛЬНИХ
ІНФОРМАЦІЙНИХ ВІДНОСИН
1.1. Розуміння інформації як соціокультурного середовища
Наукова методологія, в тому числі в галузі інформаційного права,
передбачає в якості одного з найголовніших чинників наукового
аналізу виявлення та встановлення понятійного апарату, а також ви-
вчення правових характеристик концепцій розвитку визначеної сфе-
ри.
Значення загальної методики на цьому етапі наукового дослі-
дження визначається тим, що подальше оперування матеріалами, що
розглядаються, практично проводиться лише в межах установленої
системи понять. Причому сама система передбачає, що відповідно до
його призначення кожне окреме поняття має лише одне, притаманне
лише йому, визначення.
Маючи це на увазі, попередньо потрібно дослідити розуміння ін-
формаційної сфери в історичному, політичному та правовому аспекті
їх розвитку.
Визначення поняття “інформаційне суспільство” є одним із голо-
вних аспектів розуміння нашого питання.
Сьогодні людство накопичує інформацію та знання дуже швид-
кими темпами. За підрахунками науковців, з початку нашої ери для
подвоєння знань було потрібно 1750 років, повторне подвоєння мало
місце до 1900 року, а третє – до 1950 року, тобто вже за 50 років, при
цьому зростання обсягу інформації за ці півстоліття відбувалося 8–
10 разів [1, 20]. Тобто, ще за 50 років накопичення інформації зросло
більш ніж у 30 разів. Це явище вже отримало власну назву “інфор-
маційний вибух”.
У 50-70-ті роки минулого століття стало очевидно, що людство
вступає в нову епоху. Це обумовлено швидким розвитком техніки, в
першу чергу, комп’ютерів, і, зрозуміло, науково-технічною револю-
цією в цілому. Проблема існування та буття людини в новому “тех-
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нічно оснащеному” та “інформатизованому” світі не могла обійти
філософів сучасності, що викликало до життя концепцію “інформа-
ційного суспільства”.
В середині 1970-х років відомі зарубіжні учені – Д. Белл,
М. Портер, Й. Масуда, Е. Тоффлер та інші вперше визначили понят-
тя “інформаційне суспільство” і відразу встановили найголовніший
його принцип – “Якомога більше інформації і як можливо швидше!”.
У процесі створення механізмів правового регулювання відносин
в інформаційному суспільстві потрібно враховувати таку якість ін-
формації, як її універсальність, тобто проникнення в усі сфери соціа-
льного життя [2, 48, 51].
На правовому рівні стандартом визнається стаття 10 Конвенції
про захист прав людини та основних свобод [3], яка проголошує
право кожної людини одержувати і передавати інформацію та ідеї
без втручання органів державної влади і незалежно від кордонів. На-
явність міжнародних і конституційних норм вимагає створення від-
повідних правових інститутів й механізмів реалізації права людини
на інформацію.
Закріплене в ст. 34 Конституції України право кожного вільно
збирати, зберігати, використовувати і поширювати інформацію усно,
письмово або в інший спосіб – на свій вибір [4] не можна розуміти
тільки як політичні права людини. Такий підхід становив би продо-
вження тоталітарної ідеології та світогляду.
Регулювання у соціумі невід’ємне від установлення певних норм
(правил) поведінки [5, 109].
На думку Е. Тоффлера, вимоги інформаційного суспільства при
прискоренні перебігу життя, інтенсифікації процесу виробництва,
швидке накопичення знань передбачають економічну значущість
утрачених миттєвостей часу [6, 53]. За визначенням Й. Масуда, зміна
цінностей є досить реальною, і вона матиме такий сильний вплив на
людство, що значною мірою змінить наші концепції світу, мислення
й спосіб поведінки [7, 103].
З виникаючої в наші дні глобальної єдності світу та людства фак-
тично починається універсальна історія земної кулі, світова історія…
Передумовою стає реалізована можливість всесвітнього спілкуван-
ня [8, 93; 9, 12].
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Жоден із філософів не мав сумніву, що життя людини буде суттє-
во змінене в межах нової формації [10, 11, 12]. Крім того, слід зазна-
чити, що більшість із них проводили дослідження проблеми однобі-
чно, чи то з політичної, чи то з економічної або соціальної точки зо-
ру. Це і визначило значну кількість різноманітних назв і визначень,
про які згадує У. Дайзард [13, 72]. Зрозуміло, що неможливо обме-
житись у визначенні виключно економічним аспектом, як це зробив
А. Турен [14, 114], або соціальними факторами, як це існує в
Ж. ллюля, оскільки комплексні та багатовекторні зміни в житті су-
спільства охоплюють практично всі сфери людської життєдіяльності.
Доречним буде вказати на ознаки інформаційного суспільства.
Становлення індустріального та постіндустріального суспільства,
розвиток науки, виробництва, а також видавницької справи виклика-
ли великий бум інформації та нових знань. “Інформаційне суспільст-
во” – це цивілізація, підґрунтям та існуванням якої є особлива нема-
теріальна субстанція, яка має умовну назву “інформація”, їй властива
взаємодія не тільки з матеріальним світом людини, а й з його духов-
ним розвитком [15, 8]. Остання властивість особливо важлива для
розуміння сутності нового суспільства. З одного боку, інформація
формує матеріальну облаштованість життя людини та виступає як
інноваційні технології, комп’ютерні програми, телекомунікації (пос-
луги) та інше, а, з іншого боку, – головним засобом міжособистісних
відносин, постійно виникаючи, змінюючись і трансформуючись у
процесі переходу від однієї людини до іншої.
Таким чином, інформація одночасно визначає соціокультурне
життя людини, а також його матеріальне становище. В цьому поля-
гає принципова новизна “інформаційного суспільства”.
На думку американського вченого Д. Белла, в ХХІ столітті вирі-
шальне значення для економічного та соціального життя, для спосо-
бів виробництва знань, а також для характеру трудової діяльності
людини буде мати становлення нового соціального ладу, що ґрунту-
ється на телекомунікаціях. Д. Белл визначає наступні аспекти пост-
індустріального суспільства, які він вважає найголовнішими для ро-
зуміння телекомунікаційної революції: підвищення ролі науки; ви-
рішальне значення кодифікованого теоретичного знання для здійс-
нення технологічних інновацій; перетворення нової “інтелектуальної
технології” в головний інструмент системного аналізу та теорії при-
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йняття рішень; бюрократизація інтелектуальної праці; зближення те-
хнічного та гуманітарного інтелектуалу [16, 57; 17, 402–403].
Т. Стоуньєр стверджує [18, 214], що інструменти та машини, які
являють опредметнену працю, в той самий час є опредметненою ін-
формацією. Ця думка є вірною по відношенню до капіталу, землі та
будь-якого іншого фактору економіки, в якій праця має речовий ви-
гляд. Не існує жодного способу виробничого застосування праці,
при якому не було б застосування інформації. Більше того, інформа-
цію, подібно до капіталу, можна накопичувати та зберігати для по-
дальшого використання. В інформаційному суспільстві національні
інформаційні ресурси виступають основною економічною цінністю,
найбільш потужним потенціальним джерелом багатств.
Загальновідомими вважаються три основні способи, за допомо-
гою яких країна може збільшувати національне багатство:
 постійне накопичення капіталу (повільний, екстенсивний
шлях);
 військові захвати територій (дуже сумнівний);
 використання нової технології, перероблення “не ресурсів” у
ресурси.
Завдяки високому рівню розвитку технологій в інформаційній
економіці, безперечно, перероблення не ресурсів у ресурси стає го-
ловним принципом створення нового багатства.
В розумінні Т. Стоуньєра, інформація має специфічні якості [19].
По-перше, те, що інформація є ресурсом, яким можна без жалю діли-
тися. Якщо в мене є 1000 акрів землі, й з них я віддам комусь 500 ак-
рів, у мене залишиться лише половина першої площі. Але якщо в
мене є визначена сума інформації та її половину я віддам іншій лю-
дині, в мене залишиться все, що було. Якщо я дозволю будь-кому
використовувати мою інформацію, зрозумілим вважається, що й він
обов’язково надасть мені щось корисне. Тобто, в той час як угоди з
приводу матеріальних речей призводять до конкуренції, інформацій-
ний обмін веде до співробітництва.
Інша специфічна риса споживання інформації в тому, що, на від-
міну від споживання матеріалів чи енергії, яке призводить до збіль-
шення ентропії (міра внутрішньої невпорядкованості системи – сло-
вник іноземних слів) у Всесвіті, використання інформації веде до
протилежного ефекту – воно збільшує знання людини, підвищує ор-
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ганізованість в оточуючому середовищі та зменшує ентропію [20,
84].
Т. Стоуньєр не тільки визначає поняття “інформаційне суспільст-
во”, він також надає його розгорнуту характеристику, встановлює
принципові відмінності нового суспільства від інших видів економі-
чних чи соціальних цінностей. Вчений обґрунтовує думку про невід-
воротність і виключність нової стадії та докорінну зміну суспільства
при її настанні.
На думку А. Турена [21] та М. Портера [22, 71; 23, 107–108],
найбільш суттєвим у розумінні визначення “інформаційного сус-
пільства” є наголос на нові економічні відносини. А. Турен підк-
реслює особливу важливість перебудови інвестиційної та управ-
лінської політики під час телекомунікаційно-інформаційної рево-
люції.
Розуміння постіндустріального суспільства передбачає перехід
інвестицій на інший, ніж в індустріальному суспільстві, рівень. Ор-
ганізація праці в індустріальному суспільстві стосується, головним
чином, організації спілкування працівників між собою, що визначає
рівень, на якому діє виробництво.
Інформаційне суспільство діє більш глобально на управлінському
рівні, тобто в механізмі виробництва в цілому. Ця дія приймає дві
головні форми.
По-перше, це нововведення, тобто здатність виробляти нову про-
дукцію як результат інвестицій в науку та техніку.
По-друге, саме управління, тобто здатність використовувати
складний обмін інформації, та застосовування комунікацій.
А. Турен особливу увагу звертає на те, що всі елементи економі-
чної системи постіндустріального суспільства встановлюються діями
самого суспільства. Ці дії не завжди приймають форму свідомої волі,
встановлену людиною або групою людей. Тому вчений надає інфор-
маційному суспільству додаткову назву – “програмуємо суспільст-
во”, що вказує на здатність створювати моделі управління виробниц-
твом, організацією, розподілом і споживанням. Новий вид суспільст-
ва утворюється на операційному рівні не за результатами природних
законів або специфічних культурних характеристик, а як результат
виробництва, завдяки дії суспільства самого на себе, його власним
системам соціальної дії [14, 69].
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Для розуміння проблеми цікавою є думка вченого Г. Кана, який
встановлює різницю між поняттями “інформація” та “інтелект”. Як-
що “інформація” призначена бути відносно формальною та доступ-
ною, то “інтелект” здебільшого розуміється як “військове мислення”.
Визначення “інтелект” є більш об’ємним і специфічним, але менш
офіційним й формальним. “Інтелектуальні” дані, звичайно, не можна
включати до стандартних баз даних, у той час як інформація вміщує
в собі дані, які очікуються від системи. Тому, коли до системи вво-
диться “інтелект”, це відбувається не завдяки механічному чи елект-
ронному програмуванню, а виключно завдяки випадковому (або за-
планованому) залученню потрібних осіб, у визначеному місті, у ви-
значений час [20, 112].
Дослідження Г. Кана про розмежування визначень “інтелекту” та
“інформації” є важливим для розуміння сутності “інформаційного
суспільства”. Воно допомагає чітко виявити розбіжності між духов-
ною (мається на увазі людський розум) і матеріальною (інформація)
сферами життя нового суспільства. Підкреслюється, що сама по собі
інформація, яка не забезпечена духовністю людей, не здатна рухати
вперед людську культуру, сприяти прогресу суспільства.
Людство невідворотно вступає в інформаційну епоху. Значення
інформаційної економіки постійно зростає, її частина, що виявляєть-
ся в загальному робочому часі, для економічно розвинутих країн вже
сьогодні складає 40–60 %. Очікується, що вона зросте ще на 10–
15 %. Одним із критеріїв переходу суспільства від постіндустріаль-
ної до інформаційної стадії розвитку є відсоток населення, зайнятого
в сфері послуг: – якщо в суспільстві більш 50 % населення зайнято в
сфері послуг, це визначається як постіндустріальна фаза його розви-
тку; – якщо в суспільстві більше 50 % населення зайнято в сфері ін-
формаційних послуг, суспільство вважається інформаційним.
Кінець ХХ – початок ХХІ століття ознаменувалися переходом люд-
ства на шлях від постіндустріального суспільства до інформаційного.
Важливим і суттєвим вважається те, що сама інформація та інфо-
рмаційна технологія має не тільки загальний характер, а й багатома-
нітність. Американський економіст Ф. Хайєк доречно вказує, що ін-
формаційна економіка далеко не тільки теорія. Не існує жодної галу-
зі виробництва або сфери послуг, де б були відсутні переходи, перш
за все, до інформаційної технології [36, 53].
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Загальним визнається розуміння інформаційного суспільства, в
якому виробництво інформаційних продуктів і надання інформацій-
них послуг переважає над усіма іншими видами соціально-
економічної діяльності людей [24, 33].
При всьому різноманітті поглядів на побудову історичного роз-
витку суспільства можна виявити низку загальних характерних рис у
всіх авторів:
 історія розподіляється на три основні глобальні етапи, які умо-
вно можна назвати: “сільськогосподарський”, “індустріальний”
та “постіндустріальний” (інакше інформаційний);
 розмежування між етапами встановлюється за ознаками існу-
ючих у формації виробничих відносин та (або) взаємодії лю-
дини з природою (відповідно – через знаряддя праці; через
машину чи техніку; через інформацію);
 перехід до наступного етапу розвитку людства завжди здійс-
нюється шляхом науково-технічної революції, в ході якої змі-
нюється середовище існування, та, яка, як наслідок, призво-
дить до трансформації свідомості людей;
 заключним історичним етапом, який, на думку багатьох уче-
них, вже існує, є “інформаційне суспільство” [25, 169].
Побудова інформаційного суспільства – закономірний і невідво-
ротний результат розвитку цивілізації. Всі сфери суспільного життя
пронизані різноманітними інформаційними відносинами. Суспільна
формація наразі визначається ступенем використання сучасних ін-
формаційно-телекомунікаційних технологій, а динаміка розвитку су-
спільства – швидкістю передачі інформації.
Набирають темп процеси самоорганізації нового інформаційного
суспільства, ноосферні механізми якого можуть стати своєрідними
гарантами сценарію м’якого виходу з планетарної кризи. У будь-
якому разі криза характеризується загибеллю багатьох параметрів
порядку, ростом обсягу інформації та комунікативних зв’язків. Як
наслідок – породжується фрагментарність сприйняття світу, криза
самоідентифікації як особистості, так і соціальних груп, загострю-
ється напруження в міжнаціональних і міжконфесійних відносинах,
відносинах людини і природи, культури природничої та культури
гуманітарної тощо [26, 19].
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Закони розвитку великого, наднаціонального капіталу, який опи-
рається на нові знання та інформацію, прискорюють наростання всіх
форм нерівності. Виникає гостра проблема у напрацюванні й дотри-
манні у глобальному масштабі чітких правил, які б стали політични-
ми та економічними запобіжниками на шляху скорочення фундамен-
тальних прав більшості населення планети на життя, здоров’я, осві-
ту, інформацію тощо [27, 17; 28, 63–65].
Процеси глобалізації ускладнили всю систему сучасних міжнаро-
дних відносин, але одночасно створили підстави та стимули для
об’єднання держав і всього людства на ґрунті правових принципів й
норм з метою виживання та розвитку людства [2, 114]. Глобалізація
без опори на право як всередині національної держави, так і в між-
народних відносинах породжує свавілля та порушення прав людини,
які зафіксовані у міжнародних документах і законодавстві різних
країн.
Негативні наслідки глобалізації можуть бути мінімізовані, якщо
всі процеси будуть у межах “правового поля”, яке повинно ґрунтува-
тися на принципах свободи, рівності, справедливості, забезпечення
прав народів і прав людини [29, 7, 12].
На нинішньому етапі розвитку людства провідною стане та суспі-
льна система, яка буде володіти інформацією кращої якості, освоювати
її швидше, у більшому обсязі й ефективніше її використовувати.
Якість та ефективність інформації все більше починає визначати
якість та ефективність економіки. За підрахунками російського ака-
деміка А. А. Харкевича, з метою підвищення промислового потенці-
алу вдвічі потрібне чотирикратне підвищення інформаційного поте-
нціалу [28, 73].
У 2000–2001 роках були проведені Всесвітні Інформаційні Фору-
ми (ВІФ) під егідою ООН і Всесвітнього Інформаційного Парламен-
ту (ВІП). У 2000 році було прийнято Доктрину інформаційного роз-
витку людства у ХХІ ст., а 26 листопада проголошено щорічним свя-
том – Всесвітнім Днем Інформації.
Сутністю інформаційного суспільства, за висновком Комісії в-
ропейської Ради, слід вважати:
 суспільство нового типу, що формується внаслідок глобальної
соціальної революції та породжується вибуховим розвитком і
конвергенцією інформаційних та комунікаційних технологій;
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 суспільство знання, тобто суспільство, в якому головною умо-
вою добробуту кожної людини і кожної держави стає знання,
здобуте завдяки безперешкодному доступу до інформації та
вмінню працювати з нею;
 глобальне суспільство, в якому обмін інформацією не буде ма-
ти ні часових, ні просторових, ні політичних меж: яке, з одного
боку, сприяє взаємопроникненню культур, а, з іншого, – відк-
риває кожному суспільству нові можливості для самоідентифі-
кації [30, 6].
Таким чином, можна зробити перший проміжний висновок, що
інформаційна сфера – особливо складне суспільне явище. Надати
всеохоплююче визначення цього явища неможливо, а, може, взагалі
й непотрібно. Але, виходячи із наукового завдання, не відкидаючи
визначення, що зазначаються полемікою, оберемо найбільш доціль-
не.
Інформаційна сфера – це структурно розгалужена сукупність ін-
формаційних ресурсів, інформаційної інфраструктури, інформацій-
них продуктів і правової системи регулювання інформаційних відно-
син, які при цьому виникають. Інформаційна сфера активно впливає
на стан економічної, політичної, оборонної безпеки держави.
В інформаційну епоху без автоматизованих систем й інформацій-
них технологій, без інформативної індустрії неможливий економіч-
ний прогрес. В інформаційній сфері зайнята значна частина сучасно-
го суспільства. Тому діяльність суб’єктів, причетних до інформацій-
ної індустрії, повинна бути законодавчо урегульована.
Для вирішення наукового завдання важливим буде визначення
правового інституту права людини на інформацію. В науковій літе-
ратурі означене питання не отримало відповідної теоретичної розро-
бки. Роблячи науковий аналіз на ґрунті діалектичного методу, доре-
чно звернути увагу на складність цього інституту як за значним об-
сягом його регулювання в правовій системі, так і його комплекс-
ність.
Інститут права людини на інформацію – це сукупність міжнарод-
них і національних норм, що встановлюють та гарантують межі ві-
льної поведінки людини і громадянина в сфері створення, отриман-
ня, зберігання, використання, володіння й розпорядження інформа-
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цією, а також норм, регулюючих статус авторів (творців), власників і
користувачів інформації.
Відповідно до положення Загальної декларації прав людини, що
прийнята Генеральною Асамблеєю ООН 10 грудня 1948 року “всі
люди народжуються вільними та рівними в своїй гідності та правах”.
Вони наділені розумом і совістю й повинні спілкуватися один із ін-
шим в дусі братерства.
Права людини мають велике значення в житті суспільства, в роз-
витку нормативних зв’язків і взаємодії між індивідами та соціальни-
ми групами, між особою і державою, визначають загальні закономі-
рності цих явищ, дозволяють координувати суспільні відносини.
Інформаційне спілкування у світі формується на таких фундамен-
тальних цінностях, як демократія, права людини, ринкова економіка,
освіта, культура, інформаційний і соціально-економічний прогрес.
Теорія прав людини сформулювала ті основні принципи, що ста-
ли пріоритетними орієнтирами в сучасному світі.
Ці принципи мають своє закріплення в Основному Законі Украї-
ни, який зосередив у собі стан розвитку прав людини в демократич-
них зарубіжних країнах, а також міжнародно-правові аспекти захис-
ту прав людини.
Проблема інформаційних відносин вважається найбільш актуаль-
ною в умовах науково-технічної революції [27, 152]. Без глибокого
усвідомлення інформаційної природи соціальних процесів, що від-
буваються у сучасному світі (зокрема, як і у міжнародному публіч-
ному і приватному праві, так і у внутрішньому праві національних
держав), сьогодні складно зрозуміти закономірності та перспективи
власного національного правового і державного розвитку, взає-
мозв’язок суспільства й держави, управлінських і самоорганізуючих
засад, неможливим є наукове планування і прогнозування цього роз-
витку [31, 16].
Оскільки інформація, що розповсюджується, є доступною для со-
тень мільйонів людей, вона стає все більш значною матеріальною
силою, що впливає не тільки на технічні питання, а й на економіку в
цілому, на соціальну сферу, на характер сучасної думки та мислення.
В цьому проявляється складність та актуальність питання регулю-
вання суспільних відносин у сфері отримання, зберігання та розпо-
всюдження інформації.
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Таким чином, швидкий розвиток інформаційної індустрії перед-
бачає створення чітких правових умов регулювання цих суспільних
відносин. На яких засадах буде відбуватися це регулювання, зале-
жить не тільки від законодавців, а й, перш за все, – від науковців. Бе-
зумовно, першочерговим завданням є встановлення теоретико-
методологічних засад науки інформаційного права для ефективного
регулювання суспільних відносин в сфері інформації та інформати-
зації.
1.2. Деякі проблеми українського законодавства про інформацію
У 1993 році Комісією вропейської Ради проголошено шлях в-
ропи до інформаційного суспільства, в якому діяльність людей здій-
снюється на ґрунті використання послуг, які надаються за допомо-
гою інформаційних технологій та технологій зв’язку [32, 3].
Україна прагне увійти до вропейського суспільства і, таким чи-
ном, до інформаційного суспільства, що викликає потребу в форму-
ванні на науковому рівні теоретичних основ правового регулювання
інформаційних відносин.
Мова йде не про свободу індивіда, не про протистояння їх авто-
номних і незалежних прав і свобод, а про органічно цілісну свободу
– свободу державно організованого народу, що включає в себе сво-
боду окремих індивідів і сфер народного життя [33, 76].
В зв’язку з цим, у теорії права, правознавстві виникла необхід-
ність створення методологічних основ нового напрямку досліджень.
Предметом таких досліджень є інститути інформаційного права, а
також процеси виникнення, зміни та припинення суспільних інфор-
маційних відносин.
Перше питання, яке постає перед юридичною наукою – визна-
чення статусу суспільних інформаційних відносин і засобів їх публі-
чно-правового регулювання з метою зменшення, подолання, перед-
бачення та запобігання юридичними засобами негативних проявів у
інформаційному суспільстві та стимулювання бажаних для людини,
держави, суспільства правил поведінки суб’єктів.
Найважливішим елементом при регулюванні суспільних відносин
у демократичному суспільстві, який розглядається в науковому дос-
лідженні, є встановлення пріоритету прав людини в сфері отриман-
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ня, зберігання та розповсюдження інформації. За допомогою систе-
много та порівняльно-правового методів проведемо науковий аналіз
існуючого інформаційного законодавства України.
Свобода інформації належить до числа проблем, які стосуються
сучасної демократії. Демократія працює лише у тому випадку, якщо
індивідууми поводяться розумно та раціонально. Умовою раціональ-
ності є існування чесної, неупередженої інформації, яка слугує необ-
хідною основою для прийняття рішень [34, 11]. Можна ставити знак
рівності між забезпеченням прав людини та захистом демократії, за-
безпеченням послідовного запровадження у життя прав людини та
нормальним функціонуванням демократичних інститутів, розвитком
прав людини і розвитком демократичних основ [35, 292].
Основною формою закріплення норм суспільних інформаційних
відносин є законодавство. Під категорією “інформаційне законодав-
ство України” розуміються різноманітні нормативно-правові акти,
що прийняті Верховною Радою України в формі законів України та
постанов нормативного змісту, указів Президента України та поста-
нов уряду, які регулюють суспільні відносини відносно інформації.
Практики та вчені вже давно висунули тезу про необхідність
створення окремого взаємоузгодженого Кодексу про інформа-
цію [39].
Інформаційне суспільство передбачає, що регулювання в сфері
надання та використання інформації повинно здійснюватись за до-
помогою системи виключних прав та окремих спеціальних правових
інститутів. Ми виходимо на нову стадію розвитку суспільства, яка
вимагає встановити тотожні спеціальні правові заходи, що забезпе-
чують інтереси осіб – учасників відносин з отримання, зберігання,
обробки та надання інформації. Можна погодитись з думкою
В. А. Дозорцева, який наголошує, що інформаційні відносини, як
особлива гілка суспільних відносин, з’являються тільки при умовах,
коли мають місце не одноразові акти оплатного повідомлення відо-
мостей, а створена система комерційного розповсюдження відомос-
тей, даних як товару, яка спирається на створену для задоволення
громадських потреб систему спеціалізованих для цієї діяльності ор-
ганізацій, що утворюють особливу галузь економіки [37, 78].
Підсумки досліджень побудови інформаційного суспільства роз-
винутими країнами світу вказують, що перші кроки – це формування
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правової основи, тобто вирішення проблем законодавчої підтримки
та правового захисту ринку інформаційних продуктів і послуг.
Розвиток демократичних інститутів в Україні потребує значно бі-
льшого захисту, в тому числі, за рахунок упорядкованого руху інфо-
рмації. Без створення правового простору в інформаційній діяльнос-
ті, жорсткого регулювання інформаційної діяльності державних ор-
ганів взагалі не можна говорити про реформи, а, можливо, і про де-
мократичне суспільство в Україні. Забезпечення пріоритету прав
людини в інформаційному просторі нормативно-правовими актами є
головним завданням держави, яка прагне увійти в європейську
сім’ю, побудувати демократичне суспільство.
Значне накопичення нормативного масиву в Україні в сфері ін-
формаційного регулювання надало можливість політикам, науков-
цям, практичним юристам висловити думку про відокремлення ін-
формаційного законодавства в окрему область – інформаційне право
[26, 208].
Інформаційне законодавство має регулювати суперечність між
потребами особи, суспільства та держави у розширенні вільного
обміну інформацією та окремими обмеженнями на її поширен-
ня [38, 40].
Складність проблеми законодавчого регулювання процесів роз-
витку інформаційної сфери обумовлена тим, що ці процеси охоплю-
ють різні комплекси не тільки юридичних, а й економічних і техніч-
них проблем. Їх вирішення в найближчому майбутньому стане пер-
шочерговою задачею [39, 176; 40, 39].
Закони покликані не тільки юридично фіксувати суспільні відно-
сини, що вже склалися або достатньою мірою сформувалися, але й
активно формувати перспективні відносини, які визначатимуть век-
тор розвитку суспільства в майбутньому [41, 62].
Інформаційна діяльність – важлива сфера суспільного життя. Во-
на визначається як сукупність дій, спрямованих на задоволення ін-
формаційних потреб громадян, юридичних осіб. Держава сприяє
цьому, створюючи інформаційні служби, системи, мережі, бази і ба-
нки даних (ст. 12 Закону України “Про інформацію”). Інформаційна
діяльність включає декілька напрямів: політичний, економічний, со-
ціальний, культурний, екологічний, науково-технічний, міжнарод-
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ний тощо. Потрібно зазначити, що незрозумілим є право осіб без
громадянства законно отримувати інформацію.
У статті 14 Закону України “Про інформацію” містяться основні
види інформаційної діяльності.
Одержання інформації – це одержання, придбання, накопичення
документованої або публічно оголошеної інформації громадянами,
юридичними особами або державою.
Використання інформації – це задоволення інформаційних пот-
реб суб’єктів інформаційних відносин.
Поширення інформації – це розповсюдження, обнародування, ре-
алізація у встановленому законом порядку документованої або пуб-
лічно оголошуваної інформації.
Зберігання інформації – це забезпечення належного стану інфор-
мації та її матеріальних носіїв.
Нині в Україні визнається право власності на інформацію грома-
дян, юридичних осіб і держави.
Підставами для виникнення права власності на інформацію є:
 створення інформації своїми силами і за власний рахунок;
 договір про створення інформації;
 договір про умови переходу права власності на створену інфо-
рмацію іншій особі (ст. 38 Закону України “Про інформацію”).
Згідно зі ст. 39 Закону України “Про інформацію” в нашій держа-
ві інформаційна продукція та інформаційні послуги суб’єктів інфор-
маційної діяльності можуть бути об’єктами товарних відносин, а ці-
ни на інформаційну продукцію встановлюються договорами.
Отже, інформаційні відносини – це суспільні відносини в сфері
інформації, які включають питання її одержання, використання, по-
ширення, правового захисту, права власності на неї, боротьби з
комп’ютерною злочинністю, а також договірні відносини у сфері ін-
форматики.
У статті 5 Закону України “Про інформацію” визначаються осно-
вні принципи інформаційних відносин:
 гарантованість права на інформацію;
 відкритість, доступність інформації та свобода її вибору;
 об’єктивність, достовірність інформації;
 повнота і точність інформації;
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 законність одержання, використання, поширення і збереження
інформації.
Суб’єктами інформаційних відносин є громадяни України, юри-
дичні особи, держава, а також інші держави, їх громадяни та юриди-
чні особи, міжнародні організації, особи без громадянства. Також
особливим суб’єктом інформаційних відносин виступають засоби
масової інформації. Засоби масової інформації активно формують
суспільну думку, створюють політико-правовий, науково-технічний,
економічний фон та наші уявлення про моральність, можливості та
обмеження і самообмеження. Інформація є інтелектуальним досяг-
ненням народу та держави, складовою частиною побудови сучасної
економіки, адміністративної системи, демократичних реформ.
До інформаційних відносин в Україні залучається широке коло
учасників: автори, споживачі, розповсюджувачі, охоронці інформації
(ст. 42 Закону України “Про інформацію”). Кожен учасник інформа-
ційних відносин з метою забезпечення власних прав, свобод і закон-
них інтересів має право на одержання інформації про:
 діяльність органів державної влади;
 діяльність народних депутатів;
 діяльність органів місцевого самоврядування і місцевої адміні-
страції;
 те, що стосується його особисто (ст. 43);
Разом із тим, учасники інформаційних відносин мають певні
обов’язки:
 поважати інформаційні права інших суб’єктів;
 використовувати інформацію у відповідності з законом або до-
говором;
 забезпечувати дотримання принципів інформаційних відносин;
 забезпечувати доступ до інформації всіх споживачів;
 зберігати інформацію в належному стані протягом установле-
ного терміну і надавати її громадянам, організаціям, держав-
ним органам;
 компенсувати шкоду, нанесену при порушенні законодавства
про інформацію (ст. 44).
За порушення законодавства про інформацію суб’єкти інформа-
ційних відносин несуть дисциплінарну, цивільно-правову, адмініст-
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ративну або кримінальну відповідальність. Закон передбачає низку
таких правопорушень:
 необґрунтована відмова від надання відповідної інформації;
 надання інформації, що не відповідає дійсності;
 несвоєчасне надання інформації;
 примус до поширення, або перепона поширенню чи безпідста-
вна відмова від поширення певної інформації;
 поширення відомостей, що не відповідають дійсності, ганьб-
лять честь і гідність особи;
 використання і поширення інформації щодо особистого життя
громадян без їх згоди особами, внаслідок виконання своїх
службових обов’язків;
 розголошення державної або іншої таємниці, що охороняється
законом, особою, яка повинна охороняти цю таємницю;
 порушення порядку охорони інформації;
 навмисне знищення інформації;
 необґрунтоване віднесення окремих видів інформації до кате-
горій з обмеженим доступом (ст. 47).
Закон України «Про доступ до публічної інформації» надає ви-
значення публічної інформації [56]. Публічна інформація – це відо-
бражена та задокументована будь-якими засобами та на будь-яких
носіях інформація, що була отримана або створена в процесі вико-
нання суб'єктами владних повноважень своїх обов'язків, передбаче-
них чинним законодавством, або яка знаходиться у володінні суб'єк-
тів владних повноважень, інших розпорядників публічної інформа-
ції, визначених цим Законом. Також Закон зазначає основні гарантії
доступу до публічної інформації та існуючі правові режими – публі-
чна інформація з обмеженим доступом, конфіденційна інформація,
таємна та службова інформація, особливо відокремлюючи доступ до
інформації про особу.
Держава закріплює статус суб’єктів інформаційних відносин. У
1995 році було прийнято Закон України “Про інформаційні агентст-
ва” [42], які розглядаються як юридичні особи, що діють з метою на-
дання інформаційних послуг. Це можуть бути будь-які установи
(бюро, представництва, корпункти та інше), які збирають, обробля-
ють, створюють, зберігають, готують інформацію до розповсюджен-
ня (ст. 5).
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Права на заснування інформаційного агентства в Україні нале-
жать громадянам і юридичним особам України, а громадяни та юри-
дичні особи інших держав можуть бути лише співзасновниками ін-
формаційних агентств (ст. 9–10).
Основними видами продукції інформаційних агентств є: елект-
ронна, друкована, фото-, кіно-, аудіо- та відеопродукція (ст. 27).
До об’єктів інформаційних відносин належить документована або
публічно оголошена інформація про події та явища в галузі політи-
ки, економіки, культури, а також у соціальній, екологічній, міжнаро-
дній та інших сферах (ст. 8 Закону України “Про інформацію”).
Закон визначає інформацію державних органів та органів місце-
вого самоврядування одним із основних об’єктів інформаційних від-
носин у суспільстві та державі (ст. 21), а обов’язок цих органів інфо-
рмувати про свою діяльність і прийняті рішення – як гарантію права
на інформацію (ст. 10). Цим Законом закріплено й способи доведен-
ня відомостей до зацікавлених осіб:
 опублікування їх в офіційних друкованих виданнях або поши-
рення інформаційними службами;
 опублікування в друкованих засобах масової інформації або
публічне оголошення через аудіо та аудіовізуальні засоби ма-
сової інформації; оголошення під час виступів посадовою осо-
бою, а також безпосереднє доведення інформації до відповід-
них осіб (усно, письмово).
У теорії права ще недостатньо теоретично обґрунтовано засади
концепції правового регулювання інформаційних відносин, що від-
чутно впливає на стан законодавства в даній сфері.
Сьогодні Україна має сотні законодавчих та інших нормативно-
правових актів, що зорієнтовані на розвиток інформаційних проце-
сів, захист національного інформаційного простору, прискорення ін-
тегральних процесів у світовому інформаційному просторі. Най-
більш суттєвими є Митний кодекс України [43], а також закони
України: “Про основи державної політики в сфері науки та науково-
технічної діяльності” [44], “Про інформацію” [45], “Про наукову та
науково-технічну діяльність” [46], “ Про телекомунікації” [47], “Про
охорону прав на промислові зразки” [48], “Про авторські права та
суміжні права” [49], “Про державну підтримку засобів масової інфо-
рмації та соціальному захисту журналістів ”[50], “Про порядок ви-
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світлення діяльності органів державної влади та органів місцевого
самоврядування в українських засобах масової інформації” [51],
“Про внесення змін до деяких законів України з питань інтелектуа-
льної власності” [52], “Про Національну програму інформатиза-
ції” [53], “Про захист персональних даних” [54], “Про адміністративні
послуги” [55], “Про доступ до публічної інформації” [56] та укази
Президента України: “Про положення про Державний комітет теле-
бачення і радіомовлення” [57], “Питання забезпечення органами ви-
конавчої влади доступу до публічної інформації” [58], “Про першоче-
ргові заходи щодо забезпечення доступу до публічної інформації в
допоміжних органах, створених Президентом України” [59] та інші.
Закон України “Про друковані засоби масової інформації (пресу)
в Україні” [60] створює правові основи діяльності друкованих засо-
бів масової інформації в Україні, встановлює державні гарантії їх
свободи відповідно до Конституції України, ратифікованих Украї-
ною міжнародно-правових документів.
Закон України “Про інформацію” від 2 жовтня 1992 року закріп-
лює право громадян України на інформацію, створює правові основи
інформаційної діяльності [45].
Закон України “Про наукову і науково-технічну діяльність” [46]
від 25 червня 1991 року визначає основи державної політики в обла-
сті науково-технічної інформації, порядок її формування та реаліза-
ції в інтересах науково-технічного, економічного та соціального про-
гресу країни. Мета Закону – створити в Україні правову базу для
отримання та використання науково-технічної інформації.
Метою іншого Закону України “Про телекомунікації” [47] є вста-
новлення основ регулювання правових відносин стосовно захисту
інформації в автоматизованих системах при умовах дотримання прав
власності громадян України та юридичних осіб на інформацію та
права доступу до неї, права власника інформації на її захист, а також
встановленого поточним законодавством обмеження на доступ до
інформації.
Закон України “Про порядок висвітлення діяльності органів дер-
жавної влади та органів місцевого самоврядування в українських за-
собах масової інформації” [51] від 23 вересня 1997 року, згідно з
Конституцією України, визначає порядок всебічного та об’єктивного
висвітлення діяльності органів державної влади та органів місцевого
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самоврядування засобами масової інформації та захист їх від моно-
польного впливу органів тої чи іншої гілки влади чи органів місцево-
го самоврядування, що становить органічну частину законодавства
України про інформацію.
Закон України “Про державну підтримку засобів масової інформа-
ції та соціальний захист журналістів” [50] від 23 серпня 1997 року ви-
значає правові, економічні, організаційні основи державної підтримки
засобів масової інформації та соціального захисту журналістів.
Як складова частина законодавства України про свободу слова,
інформаційну діяльність, можливості громадянина отримувати до-
стовірну інформацію, ці закони України є частиною існуючої сис-
теми правового регулювання в інформаційній сфері. На жаль, сис-
тема правового регулювання інформаційного простору недоскона-
ла, іноді суперечлива. Проблема її взаємоузгодження, забезпечення
пріоритету прав громадян у праві на інформацію вимагає вирішен-
ня.
Створені закони є дуже важливими та необхідними для нормаль-
ного розвитку інформаційного ринку України, але, оскільки кожен із
законів розроблявся відповідними установами, виникає значна про-
блема звести їх в єдиний комплекс.
За даними Держкомстату України станом на 2008 рік інформа-
ційні відносини регулюються 257 законами України та 290 постано-
вами Верховної Ради України, 368 указами та 87 розпорядженнями
Президента України, 1149 постановами та 206 розпорядженнями Ка-
бінету Міністрів України, а також 1095 нормативними актами мініс-
терств і відомств України [61, 480]. Як зауважував член Консульта-
тивної ради з питань інформатизації при парламенті України 4 скли-
кання О. А. Баранов – інформаційному законодавству України при-
таманні: фрагментарність, неповнота, дублювання та, що є найгір-
шим, наявність протиріч в окремих нормативно-правових актах і но-
рмах. Недосконале інформаційне законодавство, що є результатом
спонтанності та хаотичності процесу його створення, сьогодні суттє-
во гальмує розвиток інформаційного суспільства [62, 35].
Ефективне функціонування сучасної економіки, побудованої на
знаннях, є можливим тільки в умовах існування належної норматив-
но-правової бази, а це потребує прийняття пакету законів України,
зокрема, про діяльність у сфері інформатизації, захист персональних
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даних, про внесення змін до деяких законодавчих актів України (що-
до боротьби з комп’ютерною злочинністю) [27, 130].
Досвід і практика розвинутих країн світу вказує, що уніфікація
законодавства в сфері інформації є необхідною, особливо це стосу-
ється законодавчої підтримки розробок технологій, накопичення та
розповсюдження інформаційних ресурсів.
Уніфікація національного правового простору для більшості кра-
їн призводить до змін власного інформаційного законодавства. За
звичаєм, такі зміни пов’язані – по-перше, з незахищеністю націона-
льних інформаційних мереж, відсутністю норм захисту інтелектуа-
льної власності, гарантій від забруднення національного інформа-
ційного простору шкідливою або недостовірною інформацією. По-
друге, зміни в суспільстві при формуванні інформаційного середо-
вища викликають появу нових сфер діяльності, які також потребу-
ють законодавчого врегулювання.
На сьогодні потребує уточнення поняття “інформаційний простір
України”. На думку І. В. Арістової, інформаційний простір – це соці-
альне середовище, в якому здійснюється виробництво, збирання,
зберігання, поширення і використання інформації та на яке розпо-
всюджується юрисдикція України [63, 45, 46].
Сфера законодавчого врегулювання охоплює виробників інфор-
маційних ресурсів, посередників при їх накопиченні в інформаційній
мережі, а також суб’єктів-користувачів.
Під законодавче регулювання здебільшого підпадають такі інфо-
рмаційні правовідносини як: захист особистих даних; захист
комп’ютерних програм; авторських і суміжних прав; правовий за-
хист баз даних та усіх типів електронних контрактів.
Ситуаційний підхід до формування інформаційного законодавст-
ва України, з точки зору когнітивного (пізнавального) аспекту, ви-
кликав низку проблемних питань відносно правового регулювання
інформаційних відносин.
1. Відсутність легальної, чіткої, ієрархічної єдності законів, що
призводить до суперечливого тлумачення та застосування
норм права на практиці.
2. Різні закони та підзаконні акти, що регулюють суспільні ві-
дносини, об’єктом яких є інформація, приймались у різні
часи і, особливо, без узгодження понятійного апарату. Такі
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нормативні акти не мають чітко визначеного змісту, недо-
статньо коректні. Термінологічні розбіжності, різне тлума-
чення однакових за назвою та формою визначень призво-
дить до варіантного розуміння й застосування норм на прак-
тиці. Найбільш важливі терміни, які передбачають тільки
одне визначення, мають різні визначення в різних нормати-
вних актах. До них відносяться “таємна інформація”, “таєм-
ниця”, “документ”, “документована інформація”, “майно”,
“власність”, “володіння”, “інтелектуальна власність”, “авто-
матизована система”, “суб’єкт суспільних відносин”, “учас-
ники суспільних відносин”, “система інформаційних відно-
син” та деякі інші.
3. Значна кількість законів і підзаконних нормативних актів у
сфері інформаційних відносин ускладнює їх пошук, аналіз та
узгодження для практичного застосування.
4. Має місце розбіжність відносно розуміння структури та складу
системи законодавства в сфері інформаційних відносин і підхо-
дів до їх формування. В окремих законах до системи законодав-
ства залучаються норми, що встановлені в підзаконних актах. У
практиці правозастосування це призводить до колізії норм, ігно-
рування норм закону на користь норм підзаконного акту.
5. Нові правові акти в сфері суспільних інформаційних відносин
часто неузгоджені концептуально з раніше прийнятими, що
призводить до правового хаосу.
На думку В. Д. Гавловського, в основу систематизації норм інфо-
рмаційного права повинні покладатися пророблені юридичною нау-
кою та перевірені практикою ґрунтовні принципи: об’єднання тра-
дицій та новацій правознавства; інкорпорація норм діючого інфор-
маційного законодавства України в нову систему через агрегацію ін-
ститутів права; формування міжгалузевих інститутів права на основі
зв’язків із галузевими інститутами [64, 27].
Важливим аспектом теорії інформаційного права є проблематика
її підсистем – субінститутів. До таких субінститутів, що регулюють
суспільні відносини в інформаційній сфері, потрібно віднести:
 визначення та правове закріплення головних напрямків та ме-
тодів державної політики в сфері вибору спілкування, комуні-
кації в державі та ін;
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 регулювання суспільних відносин в сфері засобів масової ін-
формації, встановлення їх розбіжностей та загальних рис, сис-
тематизація їх через агрегацію (преса, видавницька справа, ра-
діо, телебачення тощо);
 забезпечення захисту журналістів, висвітлення діяльності ор-
ганів державної влади та місцевого самоврядування;
 забезпечення умов для розвитку та захисту всіх форм власнос-
ті на інформацію та інформаційні ресурси (право власності на
інформацію);
 організація та управління створенням та розвитком державних
інформаційних систем та мереж, забезпечення їх сумісності та
взаємодії в єдиному інформаційному просторі України;
 правове регулювання створення реальних умов для якісного та
ефективного забезпечення необхідною інформацією громадян,
органів державної влади, органів місцевого самоврядування,
державних і приватних організацій, об’єднань на основі дер-
жавних інформаційних ресурсів, сучасних інформаційних тех-
нологій;
 забезпечення співвідношення інтересів суб’єктів суспільних
інформаційних відносин в сфері національної безпеки, складо-
вою частиною якої є інформаційна безпека, чітке встановлення
можливих погроз безпеки суспільним інформаційним відноси-
нам, регулювання захисту інформації, в тому числі в автомати-
зованих системах;
 забезпечення дотримання конфіденційності інформації про
громадян, юридичних осіб, комерційної та банківської таємни-
ці, забезпечення реалізації конституційних прав осіб на режи-
ми доступу до інформації, в тому числі до конфіденційної;
 державно-правова допомога формуванню ринка інформацій-
них ресурсів, послуг, інформаційних систем, технологій, з
встановленням пріоритетів для вітчизняних виробників інфор-
маційної продукції, засобів, технологій;
 державне стимулювання поліпшення механізму залучення ін-
вестицій, розробка та реалізація проектів національної програ-
ми інформатизації та локальних програм інформатизації (уста-
нов, підприємств, організацій всіх форм власності, як центра-
льної, так і місцевої влади та ін.);
32
 забезпечення правового режиму формування та використання
національних інформаційних ресурсів, збирання, обробки, на-
копичення, зберігання, пошуку, розповсюдження та надання
користувачам інформації;
 правове регулювання стимулювання, створення та викорис-
тання новітніх інформаційних технологій та ін.
 важливою складовою інформаційного права є формування в
ньому юридичної деліктології в сфері інформаційних право-
відносин на принципах гармонізації норм із галузевими делік-
тологіями: конституційного, кримінального, цивільного, адмі-
ністративного, трудового права.
Формування системи інформаційного законодавства висунуло
проблему узгодженості його на міжнародному рівні, з урахуванням
практики міжнародного права, особливо міжнародного публічного
права. Потрібно враховувати сучасні тенденції, які призводять до
формування міжнародного інформаційного права світової інформа-
ційної цивілізації.
Таким чином, на думку багатьох українських учених та юристів,
сьогодні національне інформаційне законодавство повинно бути си-
стематизоване через кодифікацію – створення відповідного Кодексу.
Новий Інформаційний кодекс повинен розвивати визначені Консти-
туцією України положення інформаційних відносин і, в першу чергу,
права людини на інформацію, інформаційну безпеку людини, підпо-
рядкованість державних органів громадянам.
Безперечно, Кодекс об’єднає, гармонізує та узгодить норми і
принципи суспільних відносин, вже визначені законодавством Укра-
їни, надасть змогу враховувати ратифіковані Україною нормативні
міжнародні акти – угоди та конвенції міжнародного права, дозволить
легалізувати позитивні звичаї в сфері інформаційних відносин і нор-
ми громадської моралі, загальнолюдські цінності, які закріплені в
Статуті Організації Об’єднаних Націй, Декларації прав людини, рі-
шеннях вропейської Ради та інших загальних міждержавних нор-
мативних актах, що встановлюють стандарти, якими визначається
цивілізованість кожної країни та світового суспільства [65, 50].
На думку С. Гордієнко, метою систематизації інформаційного за-
конодавства України визначається створення чіткої структури пра-
вового регулювання суспільних відносин між суб’єктами щодо ін-
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формації, забезпечення співвідношення потреб та інтересів людини,
соціальних спільнот і держави [66, 72].
Досягнення проголошених у Конституції України ідеалів – демо-
кратичної правової соціальної держави, вимагає встановлення нової
атмосфери відносин між державою, суспільством та особою, при
якій громадянин, людина має можливість користуватися всім обся-
гом основних прав і свобод. Особа сприймається як індивідуаль-
ність, на дії людини можливо впливати тільки шляхами заохочення,
переконання, особистої зацікавленості, а не засобами наказів чи
примусу тоталітарної волі держави або колективу. Держава відпові-
дальна перед особою за власну діяльність, за забезпечення прав і
свобод людини і громадянина.
Сучасні умови вимагають законодавчого регулювання постійного
та надійного зв’язку між органами публічної влади та широкими ко-
лами громадськості.
Необхідно пам’ятати, що ще нещодавно використовувалась сто-
літтями встановлена політика влади, яка мала на меті утримання на-
роду в “темряві”, створення ореолу таємності про діяльність верхів-
ки влади.
Потрібно підкреслити, що проблема доступу громадян до інфор-
мації завжди розглядається в двох аспектах:
 по-перше, саме право громадян на доступ до інформації як
природне, демократичне право, яке повинно мати абсолютний
характер права людини “Знати”;
 по-друге, право громадян на інформацію ми розглядаємо з по-
зиції Закону, який визначає межі та реальні можливості грома-
дян отримувати відкриту інформацію, законодавчі умови дос-
тупу до інформації з обмеженим доступом – тобто як відносне
право, яке регулюється нормативними актами держави.
Існувало і завжди буде існувати протистояння, в якому громадя-
ни відстоюють своє право “Знати”, а влада за об’єктивними та
суб’єктивними факторами буде обмежувати таке право, з метою не
обмежувати власну свободу. Тільки в дійсно демократичному, гро-
мадянському суспільстві цей конфлікт можна вирішити остаточно.
Важливим є окреме конституційне закріплення свободи думки,
слова, масової інформації та права громадян на отримання інформа-
ції як взаємозв’язок і взаємопроникнення основних прав та свобод,
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одночасно вказуючи на їх автономність, самостійність, “суверен-
ність” [67, 488–489].
10 грудня 1948 року в Парижі прийнято Загальну декларацію
прав людини. Надаючи характеристику цьому документу,
В. Погорілко вказує на основні задачі та визначає важливість цього
документу, який за всіх обставин був і залишається загальним над-
банням людства, однією з найважливіших цінностей нинішнього,
ХХ століття.
Правова сутність цього акту багатопланова, але вона має, насам-
перед, три найважливіші аспекти:
 найменші порушення будь-яких основних прав і свобод щодо
будь-якої людини ведуть або можуть вести до порушення всієї
системи прав і свобод й зрештою до трагічних акцій щодо
всього людства;
 поряд із національними засобами забезпечення і гарантування
прав, насамперед, національними конституціями, законами і
судами (як основними гарантами прав), мають діяти міжнаро-
дно-правові способи і фактори недопущення, відвернення вну-
трішніх національних конфліктів, згубних для нації;
 визначаючи людину найвищою соціальною цінністю і поважаю-
чи її права, народи світу завдяки Декларації мають сприяти не
лише збереженню людини і людства, а й соціальному прогресо-
ві, поліпшенню умов життя при більшій свободі [68, 7].
Конституція (Основний закон) України в ст. 3 визначає людину
найвищою соціальною цінністю, захист її прав та свобод є змістом
діяльності всіх державних органів та посадових осіб [4]. Поняттям
“вища соціальна цінність” не визначається жодний інший суб’єкт чи
інша конституційна основа.
Таким чином:
 існуючі проблеми законодавчого регулювання в інформаційній
сфері пов’язані з відсутністю системи українського інформа-
ційного законодавства;
 відсутність тотожних, єдиних правил поведінки значною мі-
рою негативно впливає на здійснення ефективних реформ у
політичній, економічній, соціальній та інших сферах і, безумо-
вно, перешкоджає розвиткові демократичних інститутів в
Україні;
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 при кодифікації українського інформаційного законодавства
науковці та практики, в першу чергу, зобов’язані враховувати
інтереси людини і громадянина як головний елемент демокра-
тизації суспільства;
 Конституція України, проголошуючи та визнаючи права і сво-
боди людини, не розрізняє їх на основні та додаткові. Тим са-
мим стверджується їх рівність, важливість.
Права людини – це нормативно визначені структуровані якості та
особливості існування особистостей, що виявляють її свободу та є
невід’ємними і необхідними способами її життя, взаємовідносин із
суспільством, державою, іншими індивідами.
1.3. Зарубіжний досвід правового регулювання
суспільних інформаційних відносин
Законодавство України, як рівної та повноправної учасниці світо-
вого суспільства, повинно відповідати загальновизнаним принципам і
нормам міжнародного права, а також міжнародним зобов’язанням, що
визначаються нашою державою обов’язковими в сфері прав людини.
Саме співвідношення конституційного та міжнародного права ви-
значає проблему узгодження міжнародно-правового та внутрішньо-
державного права людини на інформацію. Правове регулювання
співвідношення міжнародних стандартів із нормами національного
права надають змогу встановлювати реальний режим захисту прав
людини на регіональному рівні.
Становленню механізмів захисту прав людини на інформацію в
Україні присвячено дослідження А. Олійника [69], К. Бєлякова [70],
О. Горової [71], В. Потєхіної [72], С. Білоруса, Д. Лук’яненка [73],
Н. Нижник [74] та ін.
Для розуміння основних наукових проблем необхідно розв’язати
декілька завдань. По-перше, визначити співвідношення міжнародно-
го та національного права відповідно до права людини на інформа-
цію, тенденції впливу міжнародних норм на національні. По-друге,
визначити тенденції розвитку національного інформаційного зако-
нодавства різних країн світу, встановити загальні риси його форму-
вання. По-третє, надати обґрунтовані пропозиції розбудови інфор-
маційного простору України.
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При розв’язанні наукових задач будемо використовувати наукові
методи дослідження, серед яких найважливішими є системний, діа-
лектичний, статистичний та порівняльно-правовий.
Закономірно виникає питання – яке право повинно домінувати в
національному законодавстві : міжнародне чи українське?
Юридична наука встановлює три основні концепції співвідно-
шення міжнародного та внутрішньодержавного права, а саме: а) мо-
ністичну концепцію; б) дуалістичну концепцію; в) інтеграційну (уні-
версальну) концепцію [69].
Відповідно моністична концепція передбачає верховенство між-
народного права над внутрішньодержавним або, навпаки, безумов-
ний пріоритет національного права над міжнародним. Прикладом
національної моністичної концепції є право інтелектуальної власно-
сті, яке передбачає захист прав автора тільки в національному режи-
мі та за умови надання такого захисту іноземцям, якщо інша країна
передбачає та надає тотожний захист українським громадянам.
Дуалістична концепція визнає однакову юридичну силу міжнаро-
дного та національного права за принципом – наступне правило від-
міняє попереднє. Таке визнання передбачає в конкретних випадках
застосовувати міжнародні чи національні норми з метою справедли-
вого забезпечення прав людини.
Найбільш розповсюдженою є концепція інтеграції міжнародних
норм в національне законодавство, або конституційне закріплення
відсильних норм. Конституція України стверджує, що “чинні міжна-
родні договори, згода на обов’язковість яких надана Верховною Ра-
дою України, є частиною національного законодавства. Укладення
міжнародних договорів, які суперечать Конституції України, можли-
ве лише після внесення відповідних змін до Конституції Украї-
ни” [4].
Формально Україна не визнає пріоритету міжнародного права
над нормами українського права, але міжнародні зобов’язання Укра-
їни, як учасниці Організації Об’єднаних Націй, вимагають від всіх
органів державної влади використовувати міжнародні норми у сфері
дотримання прав людини. В той же час, українська судова практика
свідчить про приклади винесення судових рішень у конкретних
юридичних справах, пов’язаних із захистом прав людини з посилан-
нями на норми міжнародного права. Тобто, ні моністична, ні дуаліс-
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тична концепція співвідношення міжнародного та внутрішнього
права не притаманні українському праву.
Універсальна або інтеграційна концепція значно спрощує процес
уніфікації, процедуру приведення у відповідність норм національно-
го і міжнародного права.
Згідно із сучасним міжнародним правом усі держави зобов’язані
дотримуватися загальновизнаних принципів і норм, а також міжна-
родних зобов’язань у сфері прав людини, в тому числі інформацій-
них. Конференція з людського виміру ОБС  [75] підкреслює, що
права людини визначаються безпосередньою та законною опікою
всіх держав-учасниць і не відносяться виключно до внутрішньої
компетенції зацікавленої держави.
Слід зауважити, що юридична практика не визнає загальноо-
бов’язковість рішень міжнародного чи європейського суду для дер-
жав. Але Міжнародний пакт про громадянські та політичні права
(1966 р.) щодо визнання гідності, рівності та невід’ємності прав усіх
членів людської сім’ї, що становлять основу свободи, справедливості
та загального миру, захищається особливим міжнародним примусом
і передбачає обов’язковість рішень Міжнародного Суду з таких пи-
тань для всіх суб’єктів національного права.
Особливість забезпечення права людини на інформацію полягає в
специфічних властивостях інформаційного продукту. Існуюча в
Україні післявоєнна (соціалістична) класифікація прав при розподілі
на політичні, економічні, соціально-культурні права не може відпо-
відати сучасним правовідносинам.
Право на інформацію належить до всього переліку прав і потре-
бує систематизації законодавства, приведення його до необхідної уз-
годженості й стабільності. Доцільно усунути негативні явища: заста-
рілі та суперечливі норми, неузгодженість правового матеріалу, про-
галини в праві та неповноту правового регулювання, але без зміни
кваліфікаційного підходу до визначення прав людини – виконання
такого завдання майже неможливе.
Інформація, що висвітлює політичну діяльність, надає переваги
для участі громадян в управлінні справами держави, тобто реаліза-
цію політичних прав громадян. Але право на інформацію можна ви-
знавати не тільки політичними правами. Ефективна економічна дія-
льність людини неможлива без наявності повної та своєчасної інфо-
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рмації про політичні явища. Інформація про соціальний статус лю-
дини, його творчі здібності переважно розглядається як соціальні
права, але одночасно можуть бути визнані як особисті, політичні чи
економічні права. В будь-якому правовому змісті право власності на
інформацію повинно розглядатися в єдиній тотожній системі націо-
нального права України.
Суб’єктивне право людини на інформацію – це межі вільної по-
ведінки суб’єкта в інформаційних відносинах щодо створення, отри-
мання, зберігання та розповсюдження інформації, що обмежені кон-
ституційними нормами, які прямо визначені в Основному Законі
нашої держави.
Т. Маунц, представник німецької класифікаційної системи прав
людини (ФРН, Австрія, Данія, Швеція та ін.), запропонував відокре-
млювати права людини і права громадянина [76, 147–149, 153–155].
Право людини на інформацію відноситься до загальнолюдських
прав. Кожна людина має право на створення, отримання, зберігання,
використання будь-якої інформації за умови не заподіяння шкоди
іншим суб’єктам, а також встановлюється кримінальна заборона для
фізичних і посадових осіб на заподіяння інформаційної шкоди. Ціка-
вим є факт, що за Кримінальним кодексом Данії [67] майже 90 %
кримінальних злочинів пов’язуються з інформаційними відносина-
ми. В Україні такий відсоток становить 2 % [77].
Англо-американська система класифікації прав людини визнає
першочергові (права 1-го покоління), другочергові (права 2-го поко-
ління) за часом їх правового закріплення та значності.
Сучасна юридична наука з 90-х років ХХ століття визнає нові
права, що передбачають колективні або солідарні права (права 3-го
покоління), формування яких почалося після другої світової війни
[79, 229; 80, 39]. Право людини на інформацію в цій системі природ-
но відносять до глобальних, загальнолюдських прав. Глобальна ін-
формаційна система повинна передбачати можливість отримання та
користування будь-якої інформації при ідентифікації самої людини
та обов’язковості жорсткої юридичної відповідальності за порушен-
ня конфіденційності інформації про особу.
Парламент Великої Британії послідовно створює інформаційну
національну систему відповідно до вимог інформаційного суспільст-
ва. США як засновник глобалізаційного процесу прийняли на себе
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роль ініціатора уніфікації законодавства у сфері інформаційного
продукту [72]. Відстоюючи свої інтереси, ці країни закликають ство-
рювати міжнародні модельні закони для зменшення бар’єрів щодо
просування власних технологій та інформаційних товарів.
Таким чином, більшість розвинутих країн світу визначають необ-
хідність використання інтеграційної концепції співвідношення між-
народного та внутрішньодержавного права відносно захисту права
людини на інформацію [80, 214; 81, 431]. Про це свідчить прийняття
Окінавської хартії глобального інформаційного суспільства
22 липня 2000 року [82], Декларація Принципів побудови інформа-
ційного суспільства – глобальна задача нового тисячоліття [83] та
інших міжнародних документів.
Створення власної сучасної української інформаційної системи
як частини єдиної правової системи, захист прав людини у цьому
процесі є невідкладним завданням як науки, так і законотворчості.
Людина, її інформаційні права будуть цілком захищені за умови ви-
конання наступних правил. По-перше, невичерпний перелік прав і
свобод людини одночасно має повний та вичерпний перелік консти-
туційних заборон. По-друге, система передбачає реальні механізми
обмеження та прямі заборони для всіх суб’єктів щодо протиправного
й свавільного втручання в інформаційні права. По-третє, людина по-
винна мати ефективні засоби самозахисту від втручання в її законні
інформаційні інтереси.
Таким чином, здійснюючи захист конституційного права людини
на інформацію, Україна повинна дотримуватися інтеграційної кон-
цепції співвідношення міжнародного та внутрішньодержавного пра-
ва, враховувати світовий досвід захисту права людини на інформа-
цію при формуванні національного законодавства.
Необхідним буде встановлення основних міжнародних принципів
права доступу громадян до інформації:
 презумпція відкритості та вільного доступу до інформації;
 повнота та достовірність інформації;
 своєчасність надання інформації;
 обмеження права доступу до інформації тільки відповідно до
законних режимів доступу до інформації;
 право судового оскарження при забороні доступу громадян до
інформації.
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Концепція створення української правової інформаційної системи
повинна враховувати глобальні процеси побудови нової формації –
інформаційного суспільства та відповідати загальним правилам прав
третього покоління, захищати загальновизнані права людини на ін-
формацію.
Умовно можна визначити декілька етапів становлення права лю-
дини на інформацію. Шлях від природного, звичаєвого права люди-
ни на інформацію до стадії його нормативного, позитивного оформ-
лення пов’язаний як із з’ясуванням його місця та ролі в системі ін-
ших прав людини та іншими інститутами права, так і з встановлен-
ням співвідношення національного та міжнародного права.
Перший крок становлення законодавства права людини на інфо-
рмацію в міжнародному та національних системах права пов’язаний
з його визнанням у правових актах.
Легітимація права людини на інформацію була здійснена при при-
йнятті Загальної Декларації прав людини Генеральною Асамблеєю
ООН 10 грудня 1948 року [84] та Міжнародного пакту про грома-
дянські та політичні права, що був прийнятий та відкритий для під-
писання, ратифікації та приєднання 16 грудня 1966 року. Міжнарод-
не визнання права людини на інформацію набувало значення і в в-
ропі з прийняттям вропейської Конвенції про захист прав людини
та основних свобод 1950 року. Перші міжнародні акти проголошува-
ли право людини на інформацію в системі інших прав людини. Од-
нак поступово проблема права людини на інформацію набуває само-
стійного значення. Таким чином, початковий етап становлення зако-
нодавства про права людини на інформацію визначається прийнят-
тям міжнародних актів у межах загального інституту прав людини.
Перші кроки розвитку міжнародного інформаційного законодав-
ства та встановлення пріоритету прав людини пов’язані з усвідом-
ленням значення ЗМІ та реалізацією права на інформацію. У 1970
році проголошується вропейська Декларація про засоби масової
інформації та права людини, прийнята Асамблеєю Ради вропи. У
1967 році на Стокгольмській конференції приймається Конвенція
про створення Всесвітньої Організації Інтелектуальної Власності
(ВОІВ), що набула чинності у 1979 році.
Міжнародна спільнота приділяє значну увагу міжнародному за-
хисту права інтелектуальної власності, вільному поширенню інфор-
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мації незалежно від кордонів, правовому забезпеченню діяльності
засобів масової інформації.
Так, стаття 10 Конвенції про захист прав людини та основних
свобод [3] проголошує, що кожна людина має право на свободу ви-
явлення поглядів. Це право включає свободу дотримуватись своїх
поглядів, одержувати і поширювати інформацію та ідеї без втручан-
ня держави і незалежно від кордонів.
Найважливішими міжнародно-правовими актами в період стано-
влення інституту права людини на інформацію стають Конвенція
про охорону інтересів виробників фонограм щодо незаконного
відтворення їхніх фонограм (від 29 жовтня 1971 року), Брюссельська
Конвенція про розповсюдження сигналів, що несуть програми і
передаються через супутники (від 21 травня 1974 року), Декларація
керівних принципів з використання мовлення через супутники для
вільного розповсюдження інформації, розвитку освіти і розширення
культурних обмінів (від 15 листопада 1972 року), Декларація про
основні принципи, що стосуються внеску засобів масової інформації
в зміцнення миру та міжнародного взаєморозуміння, в розвиток прав
людини і в боротьбу проти расизму і апартеїду та підбурювання до
війни (від 28 листопада 1978 року), Страсбурзька Конвенція про
захист осіб стосовно автоматизованої обробки даних особистого
характеру (від 28 січня 1981 року).
Розбудова демократичної країни в інформаційній сфері передба-
чає зміну завдань при забезпеченні обігу інформації в державних
управлінських структурах на проблеми, пов’язані з формуванням
національної інформаційної інфраструктури та накопичення інфор-
маційних ресурсів, що використовуються одночасно і на рівних умо-
вах як органами державного управління, так і всіма суб’єктами інфо-
рмаційних відносин.
Інформаційні відносини при демократичному режимі управління
активно формують суспільну думку, створюють політико-правовий,
науково-технічний, економічний здобуток, формують наші уявлення
про моральне, дозволене та заборонене і є інтелектуальним здобут-
ком народу та держави, складовою частиною сучасної економіки та
демократії.
Проблеми встановлення пріоритету права людини на інформацію
в демократичних країнах дещо схожі. На першому етапі формуван-
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ня національного законодавства вирішуються проблеми, пов’язані із
розробкою та прийняттям нормативних актів, що декларують та ле-
гітимують право людини на інформацію в цілому. На законодавчому
рівні встановлюється термінологія, визначаються види режимів дос-
тупу до інформації, окреслюються межі діяльності засобів масової
інформації.
Одночасно перший етап передбачає розвиток нормативної бази
права інтелектуальної власності, особливо таких об’єктів творчості
як програм для електронно-обчислювальних машин (ЕОМ), баз да-
них, що використовуються у процесі інформатизації. Нормативно
забезпечується інформаційна діяльність статистичних, бібліографіч-
них, екологічних проектів.
Для США перший етап збігається з серединою 60-х років ХХ
століття як найбільш активною законодавчою діяльністю в сфері ре-
гулювання інформаційних відносин. Серед багатьох нормативних
актів найбільш відомий Закон “Про свободу інформації” 1966 року
та низка законів (Звід законів США) щодо охорони інтелектуальної
власності та особистих (персоніфікованих) даних.
Становлення інформаційного законодавства в більшості європей-
ських країн відбувається з середини 70-х до початку 80-х років ХХ
століття. Суспільні інформаційні відносини у Німеччині регулюють-
ся Федеральними законами: “Про захист персоніфікованої інформа-
ції від протиправних дій у процесі обробки даних” від 27 січня 1977
року, “Про порядок опублікування інформації” від 3 серпня
1977 року, “Про порядок ведення інформаційних регістрів” від
9 лютого 1978 року, та іншими нормами законодавства стосовно за-
хисту інтелектуальної власності. Федеральний Конституційний Суд
Німеччини у 1983 році формулює право кожного на так зване інфор-
маційне самовизначення.
Захист особистих даних, захист інформації в комп’ютерних сис-
темах і захист авторських прав розпочинається у 1973 році у Швеції,
в 1978 році – у Данії, Франції, Норвегії [69].
Для пострадянських країн перший етап розвитку інформаційного
законодавства припадає на початок 90-х років ХХ століття. Російсь-
ка Федерація у 1993 році приймає Федеральний закон “Про інфор-
мацію, інформатизацію та захист інформації”, “Про правову охорону
програм для електронно-обчислювальних машин та баз даних”. У
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цей час приймається більшість законів про захист інтелектуальної
власності та захист персональних даних. У Росії з 1996 року розпо-
чався законодавчий процес розробки і прийняття правових норм, які
регулюють відносини у таких сферах, як розвиток та використання
інформаційної інфраструктури і телекомунікації; доступ до інфор-
мації; захист інформації в телекомунікаційних мережах; захист гро-
мадян, суспільства, держави від неправдивої, недобросовісної та
шкідливої інформації. У Росії створено Судову палату з вирішення
інформаційних спорів при Президентові РФ [85, 51].
Уніфікація правового простору для більшості країн призвела до
змін у національному інформаційному законодавстві. Такі зміни
пов’язані, по-перше, з необхідністю захисту інтелектуальної власно-
сті, створення національних інформаційних систем, створення наці-
онального інформаційного простору та захисту його від шкідливої
(забороненої) чи перекрученої інформації. По-друге, зміни виклика-
ються появою нових сфер соціальної діяльності, формуванням інфо-
рмаційного середовища.
Із зростанням значення преси влада впроваджує контроль над ви-
давничою діяльністю. Перші закони про авторське право були ін-
струментами державного нагляду за друком і засобами масової ін-
формації [72, 12].
Державне регулювання (ліцензування) мовних компаній у краї-
нах світу було обумовлене обмеженою кількістю вільних частот ме-
режі. Приводом державного втручання в діяльність компаній зв’язку
стало те, що вони були природною монополією.
Реалізація права громадян на відкриту інформацію встановлює
нові проблеми законодавчого регулювання діяльності засобів масо-
вої інформації, взаємовідносин публічної влади і громадянського су-
спільства, що визначає початок другого етапу формування інформа-
ційного законодавства.
В національному праві демократичних країн значний розвиток
законодавства щодо прав людини на інформацію пов’язаний з про-
блемами законодавчого регулювання діяльності ЗМІ, взаємовідно-
син публічної влади і громадянського суспільства. Тобто, потре-
бують вирішення гострі конфлікти, що виникають між урядовими
структурами та ЗМІ, які вимагають широких гарантій відкритості
влади.
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Важливого значення набувають наукові дослідження, прийняття
декларацій, проголошення принципів. Так, значний вплив на форму-
вання національних інформаційних законодавств мають Тулуарська
декларація, прийнята керівниками незалежних інформаційних струк-
тур у травні 1981 року в рамках Міжнародної конференції “Голос
свободи”, Йоганесбурзькі принципи “Національна безпека, свобода
самовиявлення та доступ до інформації” від 1 жовтня 1995 року; Ре-
комендації Ради вропи “ вропа та світове інформаційне суспільст-
во”, схвалені в Брюсселі 26 травня 1994 року. Саме останнім доку-
ментом введено в обіг термін “інформаційне суспільство”.
В міжнародному праві розпочинається етап закріплення норм, що
забезпечують відкритість політичної влади демократичних держав та
особливої охорони персоніфікованих даних, установлення пріорите-
тів для засобів масової інформації при отриманні суспільно важливої
інформації. Саме відкритість діяльності урядів визнається головним
чинником розвитку інститутів демократії.
Міжнародно-правові документи набувають статусу Директив,
Принципів і Рекомендацій. Вирішальними для національних законо-
давств стають Керівні принципи ООН регламентації комп’ю-
теризованих картотек, що містять дані особистого характеру (від
14 грудня 1990 р.), Керівні принципи щодо забезпечення доступу до
екологічної інформації та участі громадськості в процесі прийняття
рішень у галузі охорони навколишнього середовища (від 25 жовтня
1995 р.).
В вропі значна увага приділяється розвитку свободи слова, що
має закріплення в політичній декларації про засоби масової
інформації в демократичному суспільстві, прийнятій 4-ю
вропейською конференцією міністрів з політики в області засобів
масової інформації (м. Прага 7–8 грудня 1994 р.) та в політичній
декларації 5-ї вропейскої конференції міністрів з політики в області
ЗМІ (м. Салоники, 11–12 грудня 1997 р.). Значний вплив на
регулювання міжнародних відносин мають Директиви Парламенту
та Ради вропи, серед яких Директива Ради вропейського
співтовариства про правову охорону комп’ютерних програм
(91/250/ ЕС) (від 14 травня 1991 р.), Директива 95/46/ С “Про
захист фізичних осіб при обробці персональних даних і про вільне
переміщення таких даних” (від 24 жовтня 1995 р.), Директива
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96/9/ С “Про правовий захист баз даних” (від 11 березня 1996 р.),
Директива 97/66/ С “Стосовно обробки персональних даних і
захисту права на невтручання в особисте життя в
телекомунікаційному секторі” (від 15 грудня 1997 р.).
На другому етапі для США притаманна активна боротьба аме-
риканської спільноти із надзвичайною таємничістю документів ор-
ганів державної влади. Війна у В’єтнамі та Уотергейт наочно про-
демонстрували приховані загрози для демократії за допомогою пе-
ревищеної таємності, відсутності повної офіційної звітності. Най-
більш значимим нормативним актом у США було прийняття у
1976 році Закону “Про відкритість уряду”. Одночасно законодавчо
вирішуються питання захисту персоніфікованих даних при викори-
станні сучасних технологій. Вносяться значні зміни до криміналь-
ного законодавства, що пов’язане з боротьбою з комп’ютерною
злочинністю.
У ФРН умовно другий етап формування інформаційного законо-
давства пов’язують з прийняттям у лютому 1986 року Закону щодо
боротьби з економічною злочинністю, де закладається правова база
боротьби із злочинами в інформаційній сфері й, в першу чергу, з
комп’ютерною злочинністю. Додатковий захист персоніфікованих
даних забезпечує прийняття 20 грудня 1990 р. Федерального закону
ФРН “Про удосконалення обробки даних і захист інформації”, згідно
з яким закріплюється статус і форми діяльності Федерального Упов-
новаженого щодо захисту даних.
Для пострадянських країн відповідний етап розвитку інформа-
ційного законодавства припадає на початок ХХІ століття, коли знач-
ної зміни набуває кримінальне законодавство, розуміється необхід-
ність прозорої та відкритої діяльності владних структур при більш
посиленому режимі захисту персоніфікованих даних і забезпеченню
пріоритету права людини на інформацію.
Розроблена Державним комітетом зв’язку та інформатизації
України програма “Електронна Україна” має інтегрувати існуючі
українські програми інформатизації в єдине ціле, але залишається
тільки проектом [86]. На думку О. Степанова, найважливішим є те,
що в межах розвитку “електронної держави” у взаємовідносинах
влади і населення повинна формуватися культура не “підкорення”, а
“участі” в суспільних відносинах громадян, які безпосередньо залу-
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чаються у процес розробки та прийняття рішень з використанням
мережі Інтернет [87, 118].
У розділі 13 державної Програми інтеграції України до
вропейського Союзу від 14 вересня 2000 року зазначається, що
“лише кілька сегментів інформаційного ринку України знаходяться
на рівні, що відповідає світовому”. Процес формування українського
інформаційного законодавства на другому етапі поки що
залишається не систематизованим, не поступовим і наразі не
вважається пріоритетним для законодавця. Невизначеність
важливості розвитку українського інформаційного законодавства
залишається і після прийняття Закону України “Про Концепцію
Загальнодержавної програми адаптації законодавства України до
законодавства вропейського Союзу” від 18 березня 2004 р. [88].
Використовуючи загальний порівняльний метод, можемо визна-
чити розвиток відкритості державних інформаційних ресурсів і роз-
виток власного інформаційного продукту в Україні. Як приклад, за
дослідженнями Е. Талапіної, місце Франції в “електронній” вропі
оцінюється як середнє, незважаючи на те, що вже станом на
1 березня 2003 року було створено 5399 публічних сайтів (за 10 ро-
ків кількість зросла майже у 30 разів), існувало 1328 формулярів
“онлайн” (а це більше 84 % від усіх існуючих), діяло 3500 пунктів
публічного доступу до мережі Інтернет [89, 69].
Як зазначає Н. Кушакова, в Україні бракує електронних видань у
галузі юриспруденції, правових сайтів, юридичних електронних кон-
салтингових компаній. Відсутність серйозної уваги до законодавчого
регулювання інформаційної сфери, насамперед до створення глоба-
льних державних програм, гальмує її розвиток, зокрема, стримує ін-
форматизацію вітчизняної юридичної науки [90, 96; 91; 92].
Кількість українських користувачів Інтернету збільшилася до 25
млн осіб (54 % населення). Такі результати наводяться в звіті україн-
ського порталу Bigmir)net «Глобальна статистика українського Інте-
рнету» за березень 2012 р. Згідно зі звітом, таке зростання зумовлене
використанням нової географічної бази IP-адрес, яка дозволила точ-
ніше визначити кількість користувачів УАнету. Географічно, як і ра-
ніше, лідирує київський регіон. Його частка серед користувачів
склала 58,02 % від загальної аудиторії. Далі, в порядку убування,
йдуть такі регіони: Донецьк, Харків, Одеса, Дніпропетровськ, Львів,
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Крим, Луганськ. Їхня сумарна частка становить 29,64 %. На решту
регіонів припадає 11,62 %. Слід зазначити, що всі користувачі, про-
вайдером яких є ”Укртелеком”, відносяться до київського регіону. В
Житомирському та Івано-Франківському регіонах найменша актив-
ність – усього 0,17 % і 0,22 % відповідно, у Чернівецькому регіоні –
0,33 %. Нагадаємо, кількість користувачів у Росії зросла до 43 млн
осіб (37 % населення країни). За даними Internet World Stats, у 2009
році Інтернетом користувалися 52 % населення вропи і 74 % –









Кількість активних користувачів в українському сегменті
мережі Інтернет [83]
На самому початку ХХІ століття найбільша частина розвинутих
країн світу перебували у стадії індустріальних суспільств, а най-
більш розвинуті з них (головним чином, країни “великої сімки”) – у
стадії переходу від постіндустріального до інформаційного суспільс-
тва [93, 33].
Науковці доречно звертають увагу на нові проблеми, з урахуван-
ням темпів технічного прогресу, за якими не встигає процес міжна-
1999 2000 2001 2002 2003 2005
2012 рік – більше ніж 25 млн користувачів
(зростання майже у 5000 разів)
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родно-правового регулювання відносин щодо збирання, передачі та
використання персоніфікованої інформації у глобальній телекомуні-
каційній мережі Інтернет [94, 11; 95, 48].
Характерною ознакою третього етапу є розробка міжнародних
модельних законів щодо розвитку інформаційного права, забезпе-
чення пріоритету права людини на інформацію та її глобальну ін-
формаційну безпеку, вільне поширення суспільно важливої інфо-
рмації, захист інформаційних інтересів людини, суспільства, дер-
жави.
Найзначнішими документами стає Декларація тисячоліття Орга-
нізації Об’єднаних Націй, що затверджена Резолюцією 55/2 Генера-
льної Асамблеї від 8 вересня 2000 року, Декларація Конференції Го-
ловуючих осіб національних парламентів “Парламентське бачення
міжнародного співробітництва на зорі третього тисячоліття” Нью-
Йорк, штаб-квартира ООН, 30 серпня–1 вересня 2000 року
(Декларацію схвалено Постановою Верховної Ради України № 2447-
ІІІ від 24.05.2001р.), Елементи для створення глобальної культури
кібербезпеки, затверджені Резолюцією 57/239 Генеральної Асамблеї
ООН від 20 грудня 2002 року та Декларація принципів Побудови
інформаційного суспільства — глобальна задача в новому
тисячолітті від 12 грудня 2003 року.
Про розвиток європейських інформаційних відносин свідчать чи-
сленні документи Ради вропи, серед яких Будапештська Декларація
про європейську політику в області нових інформаційних технологій
від 6–7 травня 1999 року.
Свобода інформації проголошена ООН основним правом людини
і критерієм усіх інших свобод.
На національному рівні прикладом впровадження стандартів
пріоритету прав людини 3-го етапу розвитку інформаційного зако-
нодавства є нормативний акт “Принципи інформування суспільст-
ва”, що прийнятий національною комісією США по бібліотеках та
інформатиці у 1990 році. Особливість документу полягає в тому, що
серед усієї інформації урядових структур відокремлюється категорія
суспільно-необхідної інформації, яка відноситься до національного
надбання, а також одночасно зобов’язує виконавчу владу мати Уря-
довий покажчик такої інформації з обов’язковим наданням визначе-
ної інформації за вимогою журналістів. Не меншого значення мають
49
доклади Клінтона–Гора про національну інформаційну інфраструк-
туру, що розповсюджуються з 1993 року.
Рух за зменшення державного тиску на журналістів у США приз-
вів до прийняття Закону про телекомунікації 1996 року, згідно з
яким контроль держави за мовними кампаніями значно зменшився.
Одночасно виникає та набуває поширення мережа Інтернет як альте-
рнативний засіб комунікації, а, можливо, нова система, що повністю
замінить старі засоби комунікації.
Норми міжнародних договорів застосовуються в сфері правового
регулювання прав і свобод людини та громадянина, а також органа-
ми влади в процесі здійснення ними управлінської діяльності в галу-
зі міжнародного співробітництва.
Національні інформаційні відносини повинні корелюватися із
загальними світовими тенденціями та збігатися на якомусь етапі
розвитку з міжнародними правовими нормами і стандартами у цій
галузі.
У США, лідера в сфері інформаційних технологій, формуванню
інформаційного суспільства приділяється величезна увага. Націона-
льна інформаційна політика сприймається не як данина моді, а як за-
вдання, без виконання якого можна втратити конкурентоспромож-
ність країни. Це загрожує падінням рівня життя громадян, втратою
передових економічних і технологічних позицій [96, 19; 72, 12].
диним аргументом на користь збереження контролю за новітні-
ми технологіями з боку органів державної влади залишаються кон-
ституційні норми, спрямовані на захист прав людини, недопущення
“шкідливої” інформації.
У сфері права ЗМІ, у свою чергу, не можна не звернути увагу на
проблему передачі інформації, під якою слід розуміти будь-які пові-
домлення, що несуть певне змістовне навантаження. Дані повідом-
лення аж ніяк не повинні бути у певній вербально-візуальній формі –
комп’ютерні дані також являють собою один із видів інформації.
Однак масовою інформація стає саме в момент її “передачі”, її “ма-
сового оприлюднення”.
Загалом, американська система була побудована на наданні сво-
боди інформації з наголосом на те, що повинна бути створена певна
структура органів, які займаються координацією діяльності суб’єктів
інформаційного простору.
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Таким чином, масова інформація в США, її визначення набуває
змісту лише у той момент, коли ця інформація стає доступною для
суспільства.
Тому сама концепція інформаційного розвитку в США, якщо роз-
глядати її у загальному вигляді, являє собою трикутник, внутрішню
частину якого заповнюють будь-які повідомлення, інформація взага-
лі, а на верхівках цього трикутника зосередились ЗМІ, владні струк-
тури та безпосередньо суспільство. Лінії, котрі з’єднують ці верши-
ни між собою – це і є масова інформація – вона курсує між цими
трьома вершинами, і певна її частина одної з цих вершин може бути
на якийсь час призупинена (ЗМІ отримав повідомлення, однак вирі-
шив їх не публікувати – інформація залишилась, але чи стала вона
масовою?). Безсумнівно, що дана картина носить дещо спрощений
характер, та вона більш-менш доступно, наочно дозволяє уявити за-
гальну концепцію інформаційного простору США [97].
Розвиток процесів інформатизації, формування інформаційного су-
спільства виявляє недостатність існуючих ресурсів регулювання інфо-
рмаційних відносин на національному рівні. Вирішення проблеми пра-
ва на інформаційні ресурси та інформаційне забезпечення відносно до
держави в цілому зосереджується на інститутах суверенітету та права
власності, реалізується через інституції міжнародних контактів й учас-
ті держави у вирішенні планетарних і глобальних проблем.
Усе більшого значення набуває практика прийняття міждержа-
вних актів: договорів, пактів, конвенцій з приводу окремих видів
інформації, інформаційна співпраця. Третій етап передбачає роз-
робку загальних питань про механізми формування та розвитку
світового інформаційного простору, створення модельних законо-
давчих актів. Вирішуються, в тому числі, проблеми транскордон-
ного теле-радіомовлення, міжнародного супутникового інформа-
ційного обміну.
США та Японія є лідерами світового науково-технічного прогре-
су. Причин їх глобальної першості (в тому числі й політичних) – ба-
гато. Та ось одна з головних – частка інформаційного сектору в
створенні ВВП у кожній із них близька до 40 %. У Росії цей показ-
ник не досягає й 2 %. Така сама ситуація і в Україні [94, 24].
У національному законодавстві третій етап розвитку законодав-
ства про право на інформацію полягає в значній необхідності вста-
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новлення права пріоритету людини на інформацію, забезпечення бе-
зумовного захисту персональних даних. Але при цьому головним є
питання про обов’язковість встановлення ідентифікації особи на біо-
логічному рівні. Відповідні закони вже прийнято парламентами Ве-
ликої Британії та США.
Отже, як видно з наведених прикладів, у багатьох країнах світу
розроблено спеціальні програми розбудови інформаційної інфра-
структури, спрямовані на об’єднання в єдиний інформаційний прос-
тір та створення уніфікованої законодавчої бази.
Зміни в інформаційному законодавстві кожної країни пов’язані,
по-перше, з незахищеністю національних інформаційних мереж, від-
сутністю норм захисту інтелектуальної власності та гарантій від за-
бруднення національного інформаційного простору шкідливою або
недостовірною інформацією.
По-друге, ці зміни зумовлюються також появою при формуванні
інформаційного середовища нових сфер діяльності, які також вима-
гають урегулювання. Сфера законодавчого регулювання охоплює як
виробників інформаційних ресурсів, так і всіх суб’єктів господарчої
інформаційної діяльності.
З поступом інформатизації суспільства та появою комп’ютерних
програм (КП) постало питання про їх ефективний правовий захист. У
цілому можна виділити три типи правової охорони комп’ютерних
програм: за допомогою патентів; за допомогою авторського права; за
допомогою положень, спрямованих проти порушень промислових
секретів. У США, наприклад, до початку 1980-х років інтереси виро-
бників комп’ютерних програм захищалися законодавством про ко-
мерційну таємницю та положеннями договірного права.
Загалом, на міжнародному рівні комп’ютерні програми було від-
несено до об’єктів авторського права, які, незалежно від засобу та
форми вираження, охороняються як літературні твори згідно зі ст. 2
Бернської конвенції про охорону літературних і художніх творів,
лише на початку 1990-х років. Це закріплено у Договорі Всесвітньої
організації інтелектуальної власності від 20 грудня 1996 р., Директи-
ві вропейського співтовариства 91/250/ЕЕС про правову охорону
комп’ютерних програм від 14 травня 1991 р., угоді Світової органі-
зації торгівлі про торговельні аспекти прав інтелектуальної власності
1994 р.
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Спочатку така форма правової охорони задовольняла потреби
виробників комп’ютерних програм. Але з розвитком інформаційних
технологій суттєво розвинулась галузь використання комп’ютерних
програм. США першими, на початку 1970-х років, почали адаптува-
ти своє патентне законодавство до вимог розробників ПК. У жовтні
1971 р. в патентну класифікацію США введено новий клас 444
“Програмовані пристрої обробки даних, методи і процедури оброб-
ки даних”. А сьогодні в Америці патент видається не тільки на ви-
нахід, який має в собі комп’ютерну програму і відповідає вимогам
патентоспроможності (новизна, винахідницький рівень, промислова
придатність), а й на саму комп’ютерну програму, якщо вона записа-
на в реальному середовищі, наприклад, на дискеті. Спеціальні пра-
вила з експертизи винаходів, пов’язаних з комп’ютерними програ-
ми, встановлено також патентними відомствами Австралії, Канади,
Японії [98, 109].
Певні проблеми також постають при розгляді питання про Інтер-
нет-відносини. Серед фахівців існує вкрай негативне ставлення до
ідеї правового регулювання відносин, що виникають в Інтернет-
середовищі. В Мережі було розповсюджено “Декларацію незалеж-
ності кіберпростору” (автор – Джон Барлоу), в якій проголошувалося
право на свободу Інтернет-простору та принцип невтручання жодної
країни у регулювання Інтернет-відносин. Утім, такий дещо “ідеалі-
зований” підхід останнім часом зазнав значного тиску. Порушення
особистих і майнових прав, навіть злочинні дії, показали, що Інтер-
нет не може бути тільки зоною свободи людини і з необхідністю стає
об’єктом правового втручання [99, 125].
Особливим видом ЗМІ є телебачення, що формувалося на Заході
в умовах завоювання всіма ЗМІ свободи інформації. В ідеології нео-
лібералізму закладено постулат, що інформація – це товар, а рух то-
варів має бути вільним. Проте, на Заході дуже жорстко контролю-
ється ринок тих продуктів, які змінюють поведінку споживача. Сьо-
годні, після двадцяти років інтенсивного дослідження, встановлено,
що телепродукція – це товар, подібний до духовного наркотику. Як
засвідчили соціологічні дослідження середини 80-х рр. ХХ століття,
середня американська родина проводила біля телевізора більше семи
годин на добу. Наприкінці 1990-х рр. ця прихильність дещо зменши-
лась, але не набагато. З цього випливає, що продукція телебачення
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не може поставлятися на ринок безконтрольно. Держава зобов’язана
захищати свободу споживача, обмежувати цей ринок, або вводити
цензуру. Якщо вона цього не робить, то стає співучасницею однієї із
сторін, що і є корупцією. Суть останньої полягає у тому, що телеба-
чення “платить” державі своєю підтримкою у доступний йому спо-
сіб: маніпулюванням суспільної свідомості [100, 48].
Загальновідомо, людство поступово входить в інформаційну до-
бу, не до кінця усвідомлюючи глибину змін. Впливами інформацій-
них процесів переймаються здебільшого інтелектуали, намагаючись
спрогнозувати наслідки, визначити вигоду та потенційну небезпеку.
Зокрема, професор американського університету Сан-Хосе (Каліфо-
рнія) Д. Галл застерігає лідерів комунікативного поступу від виник-
нення прірви між суб’єктами цього руху на різних континентах. Як
вважає науковець, егоїзм комунікативної верхівки може призвести
до системної глобальної дискримінації [101, 67]. Необхідна спільна
динаміка просування, щоб у всіх кінцях світу людству однаково бу-
ли доступні плоди інформаційної цивілізації.
Потрібно зауважити, що А. Дж. Тойнбі попереджає про можли-
вість розпаду національної культури при умові насильницького вто-
ргнення “чужої” культури [102, 25]. У той самий час Р. Ієринг наго-
лошує найтяжчим гріхом народів замкненість, оскільки вищим зако-
ном історії є спілкування [103, 6].
Світовий комунікативний поступ – явище багатогранне. В ньому
поєднуються різноманітні аспекти, провідним серед яких є медійний.
Мас-медіа за допомогою технологічних каналів поширюють нові
цінності, системи. Це поступово змінює світ, утверджує вищі стан-
дарти людського співіснування. Скажімо, розпад Радянського Союзу
стався не через війни. Навпаки, Друга світова війна загартувала ім-
перію, гонка озброєнь стимулювала опанування нею космічного
простору, розвиток ядерної фізики. Вирішальним у зникненні СРСР
з карти світу можна вважати інформаційний чинник. Саме медійна
хвиля прорвала “залізну завісу”, сколихнула масову свідомість, заан-
гажовану компартійною ідеологією.
Під медійним впливом упала “берлінська стіна”, що розділяла де-
сятиліттями Німеччину. Зазнав краху диктаторський режим у Руму-
нії. Інформаційну мотивацію мали також заворушення китайських
студентів у 1989 році, що закінчилися кривавою розправою на площі
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Тянь-аньмень. Вважається, що наслідком цього конфлікту стали де-
мократичні зрушення в Китаї.
Отже, медійному чиннику підвладні великі простори, йому під
силу радикальні зміни політичних систем та ідеологій [104, 44].
Таким чином, виходячи із проведених досліджень, можемо зро-
бити декілька висновків.
Міжнародні зв’язки та міжнародне право приділяють інформа-
ційним відносинам усе більшої уваги. Міжнародні норми, що прий-
маються Організацією Об’єднаних Націй та Радою вропи, набува-
ють вирішального значення при формуванні національного інформа-
ційного законодавства.
Розуміння інтеграції України до світової спільноти повинно пе-
редбачати новий підхід до права людини на інформацію, в тому чис-
лі до встановлення національної кваліфікації системи прав людини.
Перехід до визнання кваліфікаційної системи прав людини трьох по-
колінь стає вимогою часу.
Враховуючи активну законодавчу діяльність розвинутих країн
світу щодо завершення третього етапу розвитку національних інфо-
рмаційних законодавств, українська юридична наука та практика по-
винні уважно й глибоко вивчати досвід інших країн як у практичній,
так і в законодавчій сфері, науково обґрунтовано надавати прогнози
розвитку українського інформаційного законодавства для завершен-
ня власного другого етапу розвитку. Важливим у процесі вирівню-
вання національних інформаційних законодавств стане визначення
пріоритетною універсальної (інтеграційної) концепції співвідношен-




ІНФОРМАЦІЇ ТА ЇХ ВПЛИВ НА ЗАБЕЗПЕЧЕННЯ
ПРАВ ЛЮДИНИ
2.1. Поняття сучасного інформаційного ринку
і режими доступу до інформації
Сучасний інформаційний ринок – явище складне та різноманітне.
Вивчаючи поняття та систему інформаційного ринку, потрібно наго-
лосити на його багатоманітності, багатогранності, що не є простою
арифметичною сумою існуючих елементів, а виступає якісно новим
системним утворенням. Більше того, інформаційний ринок як нове
суспільне явище набуває такі нові риси, які або взагалі відсутні у
складових елементах системи, або характеризуються відповідними
значними змінами. Про можливість таких системних змін зауважив
В. Г. Афанасьєв [105, 112].
Проблеми сучасного інформаційного ринку досліджувались і до-
сліджуються не тільки вченими-юристами [106], а й філософами,
економістами, соціологами, політологами, істориками, які розгляда-
ють проблеми в якості інструментарію при вивченні власних спеціа-
льних проблем [107].
Проблеми правового регулювання інформаційного ринку є
предметом наукових досліджень О. А. Баранова, І. Л. Бачило,
О. А. Гаврилова, Н. П. Колдаєва, В. М. Лопатіна, О. А. Лукашової,
. Г. Лук’янова, С. В. Полєніної, . В. Сурко та інших науковців.
В вропі на основі інформаційних технологій формується ін-
формаційний ринок, відбувається стандартизація доступу до баз
адміністративних даних, підключення до транс’європейської сітки
даних.
На засіданні Ради вропи в Лісабоні 23–24 березня 2000 року бу-
ло поставлене завдання: для досягнення більш конкурентоспромож-
ної та динамічної економіки у світі якнайшвидше використати мож-
ливості нової економіки та, зокрема, мережі Інтернет. Так, було пок-
ладено початок Програми e- Europe (“е- вропа”), яка є центром дія-
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льності С щодо формування інформаційного суспільства. Дії мали
фокусуватися навколо трьох основних об’єктів:
1. Дешевий, швидкий, безпечний Інтернет.
2. Інвестиції в людей і вміння.
3. Стимуляція використання Інтернету.
Реалізація концепції “е-уряду” увійшла у число ключових тем
плану дій програми “е- вропа”.
Крім широко відомих термінів, почали вживатися нові поняття,
що тільки отримують власне наукове обґрунтування та законодавчу
базу. До таких понять можна віднести наступні: “електронна торгів-
ля” (e-trade), “електронний бізнес” (e-business), “електронна економі-
ка” (e-economy), “електронний суд” (electronic court – e-court) та
ін. [108, 82].
В Україні інтегрованість інформаційних систем управлінців лише
на стадії обговорення. Розвитку цього процесу заважають як відсут-
ність правової, так і технічної бази.
У Росії цей процес затримується тому, що лише 65 %
комп’ютерів управлінців об’єднані в мережі й лише 3 % інтегровані
до інформаційних систем вищого рівня [107, 42].
Незважаючи на це, в Росії вже декілька років тому з’явився тер-
мін “електронний уряд”, або, точніше, “електронна влада”. Основою
такої державної влади мають стати закони про свободу і захист ін-
формації з тим, щоб визначити обов’язки державних органів надава-
ти інформацію (також електронну) та відповідальність за невико-
нання цих обов’язків. Так, Закон про свободу доступу до інформації
в США був прийнятий у 1966 році, Закон про свободу інформації в
Англії – в 2000 році.
Визначення електронного урядування формується фахівцями, ви-
ходячи з різних принципів. Одні автори віддають перевагу визна-
ченням описового характеру – які саме зміни відбуваються в суспі-
льстві й окремих його структурах завдяки впровадженню електрон-
ного урядування. Інші обирають прикладний аспект електронного
урядування – і просто перелічують різні застосування окремих його
інструментів.  також короткі технічні визначення, які акцентують
увагу винятково на застосованих технологічних рішеннях і специфі-
чних програмних продуктах, і економічні, що орієнтовані на макси-
мальну ефективність управління державою. Кожний принцип прави-
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льний, оскільки у свій спосіб відображає конкретний аспект функці-
онування електронного урядування [109, 9; 110, 20].
Сучасний український інформаційний ринок за характером даних
можна умовно розподілити на декілька напрямів. На думку
В. Гавловського, В. Цимбалюка, В. Кашпур такі напрямки можна ви-
значити як сектори, до яких відносять: 1) ділову інформацію, до якої
належать біржова та фінансова інформація, економічна та статисти-
чна інформація, комерційна інформація, інформація комерційних
пропозицій та політичні, економічні, військові новини; 2) юридичну
(нормативну) інформацію; 3) бібліотечну інформацію для спеціаліс-
тів і першоджерела; 4) соціально-побутову та 5) інформацію техніч-
них та програмних засобів для автоматизації управлінської діяльнос-
ті [111, 23].
Встановлений розподіл у цілому визначає комерційний інформа-
ційний ринок, але потрібно зауважити, що названі сектори, охоплю-
ючи майже всі види інформації з обмеженим доступом, тільки зга-
дують про відкриту, масову інформацію і зовсім не обумовлюють
комерційну цінність таємної інформації.
Сучасний інформаційний ринок не може не вміщувати інформа-
цію про діяльність органів державної влади та місцевого самовряду-
вання, конфіденційну інформацію, державні таємниці, екологічну
інформацію та інші види відкритої (абсолютно чи відносно) інфор-
мації та інформації з обмеженим доступом. Усі перелічені види, ра-
зом із тим, що вони мають комерційну цінність, мають власні особ-
ливості при регулюванні інформаційних суспільних відносин і при
нових економічних, політичних умовах потребують принципово но-
вих форм регулювання. Головним чинником демократизації суспіль-
ства при створенні інформаційного правового простору (поля) ви-
ступає закріплення в нормативних актах пріоритету прав людини і
громадянина при отриманні, зберіганні, використанні (розповсю-
дженні) інформації [112, 3].
Згідно із Законом України “Про інформацію”, під інформацією
розуміються відомості про осіб, предмети, факти, явища та процеси
незалежно від форми їх надання [45]. Але потрібно визнати, що в
правовому полі залишається не будь-яка інформація, а тільки та, що
складає інформаційні ресурси та системи, тобто окремі документи чи
масиви документів (або такі відомості, які можна такими називати),
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які знаходяться в інформаційних системах (бібліотеках, архівах, ба-
зах даних та ін.). Фактично замість права на інформацію розгляда-
ється право на документи, в яких вміщується інформація або їх су-
купність. Тільки інформація, що встановлена в формі документа,
може включатися до складу інформаційних ресурсів.
Як вказує В.О. Калятін, для того, щоб відповідний об’єкт був ви-
знаний документом, він повинен бути зафіксованим на матеріально-
му носії та мати реквізити, що дозволяє ідентифікувати інформацію
[113, 334].
Визнання власності на інформацію виключно як власність на до-
кументи не витримує перевірки. Авторське право та інші види непи-
сьмової інформації, що набувають об’єктивної форми, також захи-
щені чи повинні бути захищені законодавством.
За методом структурно-функціонального аналізу визначимо пра-
вові режими доступу до інформації, їх вплив на формування україн-
ського інформаційного законодавства та на розвиток національних
демократичних інститутів.
Доступ фактично є певною дозвільною процедурою, яка полягає
в отриманні згоди компетентного органу (особи) на одержання до-
кумента чи інформації, отримання якої безпосередньо пов’язане з
можливістю реалізації права на інформацію та, відповідно, обмежує
це право [114, 27].
Розподіл інформації на види передбачає різні види інформа-
ційних ресурсів, а, відповідно, й режими доступу до них. Крім то-
го, за належністю інформаційних ресурсів відповідним суб’єктам
можна розподілити інформаційні ресурси на державні та недер-
жавні.
Як самостійний інститут права, інформаційне право повинно роз-
глядатися об’єктивно в системі українського права, що визначає роз-
будову правової держави, а також забезпечити в цій системі пріори-
тет прав людини як необхідну умову демократизації українського
суспільства.
Серед науковців беззаперечним вважається теза про невідповід-
ність поточного законодавства про інформацію сучасним правовід-
носинам, наявність значних прогалин в законодавстві, понятійному
апараті, неузгодженість регулювання інформаційних правовідно-
син [115; 116; 117].
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Відсутність узгодженої галузі та розвинутої науки інформаційно-
го права гальмує розвиток українського права взагалі, вносить без-
лад при регулюванні інформаційних відносин. Наприклад, норми
Конституції України визначають заборону на окремі види інформа-
ції, а також встановлюють у законодавстві юридичну відповідаль-
ність за власність на таку інформацію. На жаль, в інформаційному
законодавстві дифамаційна інформація взагалі не розглядається. Для
забезпечення конституційного права людини на інформацію при
створенні інформаційного Кодексу України дифамаційна інформація
повинна бути відокремлена в окремий субінститут, мати власне нау-
кове обґрунтування та законодавче закріплення.
Українське законодавство є досить суперечливим щодо визна-
чення права власності на інформацію, відсутні правові механізми
щодо введення інформації в цивільний обіг [118, 17].
Суб’єктивне право на інформацію – гарантована державою мож-
ливість фізичних та юридичних осіб і держави (державних органів)
вільно одержувати, використовувати, поширювати та зберігати відо-
мості, необхідні їм для реалізації своїх прав, свобод і законних інте-
ресів, здійснення завдань і функцій, що не порушує права, свободи і
законні інтереси інших громадян, права та інтереси юридичних
осіб [119, 19; 120].
Демократичне суспільство передбачає для людини наявність не-
гативних прав. Людина має право робити все, що прямо не заборо-
нено законом [4]. Права людини можуть бути обмежені тільки згідно
з Конституцією України і виключно в межах, установлених Основ-
ним Законом. Це має пряме відношення до права людини на інфор-
мацію, як матеріального права людини вільно отримувати, зберігати,
використовувати інформацію, окрім відомостей, поширення і вико-
ристання яких прямо заборонено Конституцією України.
Згідно із Законом України “Про інформацію”, держава встанов-
лює різні режими доступу до інформації. Стаття 28 Закону закріп-
лює, що “режим доступу до інформації – це передбачений правови-
ми нормами порядок одержання, використання, поширення і збері-
гання інформації” [45].
Бажано звернути увагу на відмінність методів інституту власності
на інформацію від методів загального інституту власності, де перед-
бачається володіння, користування, розпорядження власністю. В
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майбутньому інформаційне суспільство має змінити наукову думку
про методи інституту власності, які встановлені за ознаками римсь-
кого права, але це знаходиться в межах інших наукових досліджень.
Відповідно до Закону України “Про доступ до публічної інфор-
мації”, встановлені форми режимів – публічна інформація, публічна
інформація з обмеженим доступом, конфіденційна інформація, таєм-
на та службова інформація, особливо відокремлюючи доступ до ін-
формації про особу [56]. Існуючий розподіл режимів інформації зро-
зумілий, виправданий, але не повний.
Наприклад, розглянемо проблеми розповсюдження авторської
продукції. Найбільші зловживання відбуваються в сфері господарчо-
го обігу компакт-дисків, що порушує права автора. В правовому ро-
зумінні – це авторська інформація, що захищена законом, але таку
інформацію не можна віднести до конфіденційної, а, тим більше до
державної таємниці. Цивільний кодекс України встановлює для
об’єктів цивільних прав власний режим – обмежено оборотоздат-
ні [121], але саме ця норма не знаходить свого відображення в інфо-
рмаційному праві, а, в більшості, і в інститутах права інтелектуаль-
ної власності.
Іншим прикладом є розпалювання міжрелігійної чи міжнаціона-
льної ворожнечі. Закордонні засоби масової інформації або окремі
українські політики для власної користі створюють чи поширюють
інформацію, яка пропагує пріоритет певної релігії, міжнаціональні
непорозуміння та інші заборонені Конституцією України відомості.
Встановлення в інформаційному Кодексі режиму дифамаційної ін-
формації забезпечить недоторканість прав людини, попередить мож-
ливі правопорушення в цій сфері.
Таким чином, з метою ефективного регулювання інформацій-
них правовідносин необхідне наукове обґрунтування та законодав-
че закріплення всіх різноманітних інформаційних об’єктів і режи-
мів доступу до них за умови визнання матеріальної власності на
інформацію.
Режим відкритої інформації. Відповідно до Конституції Украї-
ни, законів України “Про інформацію” [45], “Про доступ до публіч-
ної інформації” [56], та інших законодавчих актів до основних видів
відкритої інформації відносимо масову, правову, екологічну, статис-
тичну, соціологічну, довідково-енциклопедичну інформацію та ін-
61
формацію про діяльність органів державної влади і місцевого самов-
рядування.
Вирішальним елементом встановлення режиму доступу є право
чи обов’язок власника інформаційних ресурсів надавати інформації
статус відкритих ресурсів або визначати на підставі Закону режим
обмеження доступу до інформації.
Важливо, що доступ громадянина до відкритої інформації:
 не може бути обмеженим;
 отримання громадянином відкритої інформації відбувається
безоплатно;
 користування відкритою інформацією громадянин здійснює на
свій розсуд;
 відмовляти в доступі до відкритої інформації з будь-яких при-
чин неможливо.
Відповідно до Закону України “Про інформацію” до категорії до-
кументованої інформації, доступ до якої обмежувати заборонено, ві-
дносять:
 законодавчі та інші нормативні акти, що встановлюють право-
вий статус органів державної влади, органів місцевого самов-
рядування, організацій, громадських об’єднань, а також права,
свободи та обов’язки громадян, порядок їх реалізації;
 документи, що містять інформацію про надзвичайні ситуації,
екологічну, метеорологічну, демографічну, санітарно-
епідеміологічну та іншу інформацію, необхідну для забезпе-
чення безпечного функціонування населених пунктів, вироб-
ничих об’єктів, безпеки громадян та населення;
 документи, що містять інформацію про діяльність органів
державної влади та органів місцевого самоврядування, про
використання бюджетних коштів та інших державних та мі-
сцевих ресурсів, про стан економіки та потреб населення, за
виключенням відомостей, віднесених до державної таємни-
ці;
 документи, що збираються у відкритих фондах бібліотек, ар-
хівів, інформаційних системах органів державної влади та міс-
цевого самоврядування, громадських об’єднань, організацій,
які являють суспільний інтерес або необхідні для реалізації
прав, свобод та обов’язків громадян [45].
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Таким чином, Закон встановлює види інформації, режим досту-
пу до яких є абсолютно відкритий. Слід враховувати слушну думку
Д. М. Прокоф’євої, що “відкрита інформація” – це, по-перше, ін-
формація, на розповсюдження та використання якої немає обме-
жень, а, по-друге, – інформація, доступ до якої не може бути об-
межено [122, 25].
Матеріальна цінність відкритої інформації створюється, як пра-
вило, за рахунок бюджетних коштів, і право власності на інформа-
цію належить народові України. Право отримувати, зберігати, вико-
ристовувати відкриту інформацію не може бути обмежене. Громадя-
ни України та юридичні особи мають право безкоштовно отримува-
ти та використовувати відкриту інформацію для власних потреб.
Законодавчо потрібно встановити форми отримання відкритої
інформації, відповідальність за її збереження від перекручень та
умови отримання такої інформації за платню чи суб’єктами, що не є
громадянами України.
Режим інформації з обмеженим доступом. У визначених Зако-
ном випадках може встановлюватися інформація, режим доступу до
якої може бути обмеженим. Це стосується, наприклад, зібраної дер-
жавними органами інформації щодо окремих видів діяльності юри-
дичних осіб, яка обов’язково надається до компетентних органів.
Розповсюдження такої інформації службовцями, як і будь-якими ін-
шими суб’єктами, заборонене.
Історичні передумови формування інституту інформації з обме-
женим доступом досліджені О. Самойловою [123, 77–79].
Права людини на отримання конфіденційної та таємної інформа-
ції:
 передбачають особливий режим, який складається з набуття
додаткових особливих обов’язків громадян у разі ознайомлен-
ня людини з вказаною інформацією;
 при створенні інформації, яка являє собою або вміщує держав-
ну таємницю, громадянин зобов’язаний не завдавати шкоди
державним інтересам, у свою чергу, держава має відшкодувати
власнику витрати на створення і компенсувати можливі прибу-
тки при невикористанні державної таємниці;
 громадянин повинен мати абсолютне право на ознайомлення з
інформацією, яка зібрана органами державної влади про нього,
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отримувати її безперешкодно і безкоштовно, заперечувати її
правильність, повноту, доречність тощо;
 громадянин повинен знати у період зібрання інформації, які
відомості про нього і з якою метою збираються, як, ким і з
якою метою вони використовуються;
 громадянин повинен мати можливість отримувати і набувати
необхідну йому інформацію (в тому числі оплатну) про себе в
державних органах влади і розпоряджатися цією інформацією
на свій розсуд;
 гарантування кожному, що зібрана інформація про особу не
надається іншим особам, державним органам та установам без
відповідних законних підстав;
 передбачають сувору заборону для службовців розповсюджу-
вати інформацію про особу, що стала їм відома внаслідок слу-
жбової діяльності, наявність реальних юридичних санкцій при
порушеннях цієї норми.
Закон України “Про інформацію” закріплює перелік відомостей
та офіційних документів, які не підлягають обов’язковому наданню
для ознайомлення за інформаційними запитами:
 інформацію, визнану в установленому порядку державною та-
ємницею;
 конфіденційну інформацію;
 інформацію про оперативну та слідчу роботу органів прокура-
тури, МВС, СБУ, роботу органів дізнання та суду у тих випад-
ках, коли її розголошення може зашкодити оперативним захо-
дам, розслідуванню чи дізнанню, порушити право людини на
справедливий та об’єктивний судовий розгляд її справи, ство-
рити загрозу життю або здоров’ю будь-якої особи;
 інформацію, що стосується особистого життя громадян;
 документи, що становлять внутрішньовідомчу службову коре-
спонденцію (доповідні записки, переписка між підрозділами та
інше), якщо вони пов’язані з розробкою напряму діяльності
установи, процесом прийняття рішень і передують їх прийнят-
тю;
 інформацію, що не підлягає розголошенню згідно з іншими за-
конодавчими або нормативними актами. Установа, до якої зве-
рнено запит, може не надавати для ознайомлення документ,
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якщо він містить інформацію, яка не підлягає розголошенню
на підставі нормативного акта іншої державної установи, а та
державна установа, яка розглядає запит, не має права вирішу-
вати питання щодо її розсекречення;
 інформацію фінансових установ, підготовлену для контроль-
но-фінансових відомств [45].
Якщо в документі вміщуються відомості, що зазначені вище,
роз’яснення такого документа та надання копій обмежуються части-
ною документа, яка не вміщує даних, доступ до яких обмежено.
Фізична чи юридична особа, яка на законних підставах отримала
з державних інформаційних ресурсів інформацію, може в подальшо-
му використовувати її для створення похідної інформації з метою її
комерційного використання та розповсюдження.
Таким чином, право на отримання інформації реалізується та га-
рантується встановленим режимом доступу до інформаційних ресур-
сів. Також потрібно зазначити, що окремі види інформації не є ста-
тичними, тобто вони можуть замінювати належність до окремого
виду інформаційних ресурсів. За наявності визначених умов, один
вид інформаційних ресурсів може переходити в інший.
Наприклад, державна таємниця, через чітко встановлені Законом
строки, втрачає гриф таємності, тим самим переходить з інформа-
ційних ресурсів з обмеженим доступом до відкритої інформації. Ко-
мерційна, банківська таємниця чи конфіденційна інформація за ба-
жанням власника стає відкритою. Одночасно, відкрита інформація
про діяльність підприємства може перейти до інформаційних ресур-
сів з обмеженим доступом при отриманні військового замовлення.
Власність на інформацію з обмеженим доступом цілком належить
суб’єкту, який створює, зберігає, може використовувати чи поширю-
вати інформацію. Законодавство покладає обов’язок саме на власника
інформації встановлювати режим доступу до інформації, забезпечува-
ти заходи зберігання конфіденційної інформації, а також право вико-
ристовувати та поширювати інформацію на власний розсуд. Держава,
інші суб’єкти інформаційних відносин у жодних випадках не втруча-
ються у володіння, користування, розпорядження конфіденційною ін-
формацією. До конфіденційної інформації відносимо інформацію про
особу, медичну, комерційну, банківську таємницю, таємницю сповіді
та іншу інформацію професійного характеру.
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Режим обмежено оборотоздатної інформації. За змістом кон-
ституційної норми – ст. 54 Конституції України – встановлюється
право власності на окремі об’єкти інформаційних правовідносин чіт-
ко визначеним фізичним або юридичним особам при умові
обов’язкового державного регулювання умов і форм використання
та розпорядження об’єктом. З одного боку, власник має всі права на
об’єкт, що вміщує інформацію, та має право вільно створювати, ви-
користовувати, зберігати і поширювати інформацію, в тому числі
платно. З іншого боку, держава зацікавлена у створенні такої інфор-
мації, її використанні будь-якими суб’єктами з метою розвитку нау-
ково-технічного прогресу та зростання економічної могутності краї-
ни. Саме тому держава примусово охороняє права власників обме-
жено оборотоздатної інформації і встановлює режими доступу вико-
ристання такої інформації [124, 24].
Поява інформації – один з етапів розвитку категорії “виключних
прав”, який передбачав ще Г. Шершеневич, коли вказував, що зміст
категорії виключних прав буде поступово зростати внаслідок пода-
льшого ускладнення економічної системи і створення нових еконо-
мічних відносин [125, 70–71].
Усі об’єкти авторського права та суміжних прав, що набули
об’єктивної форми, захищені примусовою силою держави, як і всі
об’єкти права промислової власності при наявності патенту чи сві-
доцтва. Тобто, інформація, що стає загальновідомою і доступною
іншим суб’єктам, охороняється особливим державним примусом.
Наявність обмежено оборотоздатної інформації визнається як оде-
ржання та зберігання такої інформації. Не дозволяється використо-
вувати та поширювати зазначену інформацію будь-яким суб’єктам,
крім власника та в деяких випадках, що встановлюються законо-
давством, державою або третіми особами без мети отримання при-
бутку.
Режим обмежено оборотоздатної інформації встановлюється для
всіх об’єктів інтелектуальної власності.
Режим державної таємниці. В законодавстві України найбільш
розробленим визнається інститут державної таємниці. Встановлені
на правовому рівні статуси державних органів влади та чітко визна-
чені зрозумілі процедури, що в правовій площині визначають таємну
інформацію і можливості та порядок її отримання.
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Державна таємниця – вид таємної інформації, що охоплює відо-
мості у сфері оборони, економіки, зовнішніх відносин, державної
безпеки та охорони правопорядку, розголошення яких може завдати
шкоди життєво важливим інтересам України і які визнані у порядку,
встановленому Законом, державною таємницею та підлягають охо-
роні з боку держави [126].
Створення таємної інформації можливе будь-яким суб’єктом, що
передбачає право і обов’язок держави платно вилучити таку інфор-
мацію у власника, гарантувати збереження матеріальних інтересів
автора. Необхідно зауважити, що і в тоталітарному режимі, незва-
жаючи на порушення прав людини, винагорода за створення таємної
інформації завжди була і є достатньо високою та обов’язковою. Це
означає, що будь-яка держава дуже зацікавлена у створенні інфор-
мації, що становить власність держави і створює умови політичного,
економічного, військового, інформаційного та іншого пріоритету
держави в міжнародних відносинах.
Отримання таємної інформації становить окремий, законодавчо
визначений режим. Кожен громадянин України може отримати дос-
туп до таємної інформації. Держава визначає можливості кожної
особи отримувати будь-яку таємну інформацію, але обсяг, умови ви-
користання встановлюються відповідними державними органами.
Держава встановлює, а суб’єкт погоджується на обмеження власних
свобод при отриманні державної таємниці; держава передбачає су-
вору юридичну відповідальність за умисну чи необережну втрату
державної таємниці (державної інформаційної власності).
Новелою Кримінального кодексу України 2001 року є розмежу-
вання злочинів проти національної безпеки України за суб’єктивною
стороною. Розмежування злочинів стосовно розголошення держав-
ної таємниці забезпечує та гарантує дотримання прав людини в сфері
користування державною таємницею, а також при необачному, по-
милковому чи випадковому отриманні таємної інформації.
Особливо це важливо при сучасному швидкому розвитку техно-
логій та технічного оснащення. При створенні єдиної державної ін-
формаційної системи, як того вимагає демократичне суспільство,
виникає необхідність додаткового захисту таємної інформації, що
знаходиться у виключному користуванні Президента України, Вер-
ховної Ради України, Верховного Суду України та деяких інших де-
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ржаних органів. Оскільки із змісту ст. 6 Закону України “Про держа-
вну таємницю” не зрозуміло, саме які державні органи та їх підроз-
діли повинні зберігати таємну інформацію – такий перелік необхідно
встановити законодавчо.
Втручання хакерів у системи вищих державних органів США за-
гальновідомі. Латентність таких злочинів в Україні обумовлюється
тимчасовою закритістю української державної влади та відсутністю
єдиної системи інформаційного державного обміну. Розвиток інфо-
рмаційного суспільства та демократії, інтеграція України до світової
спільноти обов’язково призведуть до створення єдиної державної
системи із зрозумілими реальними засадами правового регулювання.
При посиланні на інформаційну безпеку держави ми розуміємо
не дії щодо знищення каналів зв’язку або пошкодження об’єктів. Ін-
формаційна безпека передбачає захист інформації, що належить до
державної таємниці й знаходиться у користуванні суб’єктів держав-
ного управління, контролю, зберігання з метою захисту від несанк-
ціонованого отримання, використання, перекручення, знищення то-
що таємної інформації.
Дифамаційна інформація. Режим існування дифамаційної інфор-
мації не має чіткого правового закріплення. Однак, можливість ство-
рення, зберігання, використання, розповсюдження дифамаційної інфо-
рмації, її фактичне матеріальне значення в системі суспільних відно-
син існує завжди незалежно від волі суб’єктів або, навіть, суспільства.
Дифамація – це загальноприйняте у більшості країн світу юриди-
чне поняття, під яким розуміється правопорушення у вигляді розпо-
всюдження або проголошення слів або публікація відомостей, що не
відповідають дійсності та ганьблять честь, гідність та ділову репута-
цію потерпілого [127, 12].
Володіння, користування, розпорядження – тобто майнові та не-
майнові права на дифамаційну інформацію – це права, які держава
визнає неправомірними, а користування цими правами – протиправ-
ними і встановлює кримінальну, адміністративну, цивільно-правову
відповідальність.
Держава визначає неможливість будь-якими суб’єктами, в тому
числі державними органами влади, створення, використання, розпо-
всюдження дифамаційної інформації, а також суворо переслідує
суб’єктів за такі діяння.
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За змістом конституційних норм, норм кримінального, цивільно-
го, адміністративного права, дифамаційна інформація входить до ко-
ла конституційних забороняючих норм, що вимагає додаткового на-
укового обґрунтування, законотворчого визначення та законодавчого
закріплення дифамаційної інформації в системі українського права
[128, 45].
Необхідно надати державі правові механізми для боротьби із
розповсюдженням продукту інформаційної індустрії порнографічно-
го, націоналістичного та іншого змісту [129, 87].
Без усебічного регулювання суспільних інформаційних відно-
син неможливе функціонування інформаційного суспільства, а,
тим більше, захист законних прав, свобод людини і громадянина.
Права людини не є вичерпними, що встановлено ст. 22 Консти-
туції України [4]. Обов’язки громадян теж встановлюються лише в
Конституції України та є вичерпними. Держава визнає в Основному
Законі всі вичерпні обмеження вільної поведінки людини, громадя-
нина, в тому числі в інформаційних відносинах.
Свобода вираження поглядів є однією з основних опор демокра-
тичного суспільства, однією з основоположних умов для прогресу та
розвитку кожної людини [130, 15]. Але виникає потреба захисту не
тільки “ідей” чи “інформації”, які сприятливо сприймаються у суспі-
льстві, а й захисту суспільства від шокуючої, образливої, принижу-
ючої інформації. Демократичне суспільство передбачає вимоги плю-
ралізму, толерантності, лібералізму, але не можна однобічно визна-
вати правові можливості певного кола осіб, у тому числі, нібито з
метою захисту прав людини.
Міжнародно-правовими нормами, відповідними нормами Кри-
мінального кодексу України, Кодексу України про адміністративні
правопорушення встановлені заходи державного примусу щодо за-
хисту конституційних норм, і, як частини цих прав, відповідно, до
використання інформації. Сучасні суспільні відносини вимагають
наукового обґрунтування та визначення місця і форм дифамаційної
інформації відповідно до конституційних приписів.
Розглянувши співвідношення відкритої, обмежено оборотоздат-
ної інформації та інформації з обмеженим доступом, можна визначи-
ти режим дифамаційної інформації.
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За змістом конституційних норм до дифамаційної інформації від-
носимо:
 інформацію про нерівність конституційних прав за будь-якими
ознаками;
 інформацію, спрямовану проти національної безпеки;
 інформацію, спрямовану проти національного здоров’я;
 інформацію, спрямовану проти приватної власності;
 інформацію, спрямовану проти громадського порядку, та не-
правдиву інформацію.
Встановлена класифікація обумовлена наступною нормою кон-
ституційного права.
Стаття 24 Конституції України закріплює рівність конституцій-
них прав і свобод громадян, а також їх рівність перед Законом. “Не
може бути привілеїв чи обмежень за ознаками раси, кольору шкіри,
політичних, релігійних та інших переконань, статі, етнічного та соці-
ального походження, майнового стану, місця проживання, за мовни-
ми або іншими ознаками” [4].
Таким чином, держава забороняє створення, зберігання, викорис-
тання та розповсюдження будь-якої інформації, що порушує вста-
новлену рівність конституційних прав і свобод. Власність на таку
інформацію державою не визнається, а використання, розповсю-
дження чи поширення такої інформації переслідується за Законом.
Так, стаття 161 Кримінального кодексу України встановлює ви-
правдано досить жорсткі санкції за умисні дії, спрямовані на розпа-
лювання національної, расової чи релігійної ворожнечі та ненависті,
на приниження національної честі та гідності або за образу почуттів
громадян у зв’язку з їхніми релігійними переконаннями, а також
пряме чи непряме обмеження прав або встановлення прямих чи не-
прямих привілеїв громадян за ознаками раси, кольору шкіри, полі-
тичних, релігійних та інших переконань, статі, етнічного та соціаль-
ного походження, майнового стану, місця проживання, за мовними
або іншими ознаками [78].
Наявність, тобто створення, зберігання дифамаційної інформації
як власності суб’єкта держава визнає небажаною, не визнає таку вла-
сність цінною і не припускає можливості переходу такої власності у
інформаційний товар чи інформаційну послугу. Як для виду заборо-
неної власності в інформаційно-правовому обігу, держава встанови-
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ла суворі санкції за поширення чи використання інформації про не-
рівність конституційних прав громадян за будь-якими ознаками. Фі-
зичні, юридичні особи, державні органи влади, органи місцевого са-
моврядування повинні утримуватися від створення, зберігання ди-
фамаційної інформації. Законодавче встановлення дифамаційної ін-
формації про нерівність громадян за будь-якими ознаками цілком ві-
дповідає конституційним нормам інститутів прав людини та інфор-
маційного права.
Інформація, що спрямована проти національної безпеки. На-
ціональна безпека України – це стан захищеності життєво важливих
інтересів особи, суспільства та держави від внутрішніх і зовнішніх
загроз [131].
Свобода кожної людини обмежується свободою та безпекою ін-
ших осіб, суспільства в цілому. Дії громадян, іноземців, юридичних
осіб, держав не повинні становити внутрішню чи зовнішню загрозу
інтересам громадян, суспільства, української держави.
Національна безпека передбачає політичну, економічну, інфор-
маційну та іншу безпеку країни від зовнішніх і внутрішніх загрожу-
ючих факторів.
Небезпека національним інтересам – це практичні дії однієї дер-
жави, юридичних, фізичних осіб щодо завдання шкоди національним
інтересам іншої країни, тобто процес безпосереднього практичного
завдання шкоди національним інтересам держави, реальна можли-
вість негативної дії на об’єкт, зокрема, соціальний організм, у ре-
зультаті якої йому може завдаватися яка-0небудь шкода, погіршува-
тися його стан, у результаті чого розвитку об’єкта надається небажа-
на динаміка або він набуває небажаних параметрів [132, 11].
Безпека має дві різнопланові моделі. По-перше, забезпечити без-
пеку від зовнішніх і внутрішніх загроз. Інформаційна безпека перед-
бачає політичні, економічні, матеріальні, організаційно-технічні та
інші гарантії захисту інформаційних інтересів людини, суспільства,
держави. Це вимагає наявності як технічних систем захисту, так і си-
стеми правових гарантій цього захисту. По-друге, обов’язок не за-
вдавати загрози громадянам інших країн, іншим спільнотам чи дер-
жавам. Держава визнає неможливість і забороняє правовими засоба-
ми фізичним чи юридичним особам втручання в безпеку інших гро-
мадян, спільнот чи держав.
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Змістом національної безпеки України є не тільки захист держави
та її політичних інститутів, а й прав, свобод людини, матеріальних і
духовних цінностей суспільства. Тому існування України, як суве-
ренної та стабільної в усіх відношеннях держави, її самозбереження,
прогресивний розвиток і безпека неможливі без розробки й впрова-
дження цілеспрямованої системної політики захисту національних
інтересів від зовнішніх і внутрішніх загроз [133, 4].
У статті 37 Конституції України прямо встановлено заборону по-
літичним силам проводити діяльність, у тому числі інформаційну,
що спрямована на ліквідацію незалежності України, зміну конститу-
ційного ладу насильницьким шляхом, порушення суверенітету і те-
риторіальної цілісності держави, підрив її безпеки, незаконне захоп-
лення державної влади, пропаганду війни, насильства, на розпалю-
вання міжетнічної, расової, релігійної ворожнечі та ін. Також Основ-
ний Закон України наголошує на обмеженні прав людини на свободу
думки та слова, вільне вираження своїх поглядів і переконань в інте-
ресах національної безпеки [4].
Наукова теоретична розробка національної інформаційної безпе-
ки досліджується досить активно, але ні в науці, ні в практичній дія-
льності не існує єдиних підходів до формування інформаційного за-
конодавства в сфері національної безпеки.
На сьогодні норми конституційних інформаційних відносин у
сфері дифамаційної інформації проти національної безпеки вирішу-
ють норми кримінального права. Більше 20 приписів Кримінального
кодексу України забезпечують регулювання інформаційних відносин
у сфері інформаційної національної безпеки України. Серед них мо-
жна визначити І розділ Особливої частини – “Злочини проти націо-
нальної безпеки України”, а також злочини проти політичних прав
громадян – ст.ст. 158–160 Кримінального кодексу України.
Особливе місце займає заборонена інформація, що спрямована
проти національного здоров’я.
Охорона здоров’я – один із пріоритетних напрямів державної дія-
льності. Держава формує політику охорони здоров’я в Україні та за-
безпечує її реалізацію [134]. Від здоров’я нації залежить добробут
самої держави. Слід згадати, що здоров’я – це стан повного фізично-
го, душевного і соціального благополуччя, а не тільки відсутність
хвороб і фізичних дефектів [126].
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Національне здоров’я – це фізичне, душевне та соціальне благо-
получчя кожного громадянина і нації в цілому. Досягнути здоров’я
нації можливо лише при піклуванні кожного громадянина про влас-
не здоров’я, здоров’я оточуючих, при спрямованій діяльності держа-
ви на економічне, екологічне та соціально безпечне існування гро-
мадян; забезпечення розумних, здорових умов життя і праці; забез-
печення реальної можливості надати якісну допомогу кожному чле-
нові суспільства.
Найголовнішою небезпекою для здоров’я нації, людини є еколо-
гічна небезпека. Держава здійснює заходи щодо збереження та від-
новлення навколишнього природного середовища, контролює через
моніторинг стан екологічного забруднення, зобов’язана повідомляти
населення про еконебезпечні зони, продукти чи товари [135; 136;
137; 138].
Екологічна інформація за режимом доступу відноситься до відк-
ритої інформації і фактично не відноситься до дифамаційної інфор-
мації. Встановлена законодавча норма обов’язкового сповіщення про
екологічну небезпеку, поширення інформації про можливі негаразди
і можливі заходи безпеки передбачає сповіщення та ознайомлення
кожного громадянина про екологічний стан довкілля. Мова може
йти про створення інформації, яка перекручує чи приховує істинну
інформацію про стан екології та можливі засоби застереження від
пошкодження здоров’я, що повинно відносити до дифамаційної ін-
формації.
Правдива і відкрита інформаційна політика держави в сфері еко-
логічної інформації безпосередньо впливає на здоров’я нації, трива-
лість життя громадян країни, забезпечує своєчасність економічних,
санітарно-оздоровчих та інших заходів як головних чинників здо-
ров’я нації. Створення та використання неправдивої або перекруче-
ної екологічної інформації створює безпосередню небезпеку навко-
лишньому природному середовищу і, найголовніше, життю та здо-
ров’ю нації, і тому передбачається особлива правова охорона відкри-
тої екологічної інформації.
Кримінальну відповідальність передбачено за створення (перек-
ручення) або неправомірне зберігання (приховування) службовою
особою відомостей про екологічний, в тому числі радіаційний, стан,
який пов’язаний із забрудненням земель, водних ресурсів, атмосфе-
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рного повітря, харчових продуктів і продовольчої сировини і такий,
що негативно впливає на здоров’я людей, рослин й тваринний світ, а
також стан захворюваності населення в районах з підвищеною еко-
логічною небезпекою [78].
З метою забезпечення прав людини на відкриту екологічну інфо-
рмацію новелою в законодавстві буде встановлення юридичної від-
повідальності за створення неправдивої інформації, перекручення чи
приховування відомостей про обов’язкові та можливі профілактичні
заходи захисту від екологічної небезпеки.
Також, найбільш небезпечним і загрозливим елементом дифама-
ційної інформації проти національного здоров’я визнається створен-
ня, розповсюдження чи перекручення інформації щодо немедичного
використання наркотичних засобів.
Саме створення, розповсюдження інформації про небезпеку нар-
котичної залежності, свідоме зниження рівня загрози немедичного
вживання наркотичних засобів, підроблення документів на їх отри-
мання потрібно визнавати пріоритетним напрямом боротьби держа-
ви за національне здоров’я.
Дифамаційна інформація передбачає заборону створювати чи
розповсюджувати інформацію про будь-яке “безпечне” використан-
ня наркотичних засобів чи пропагування їх вживання. Кримінальне
законодавство переслідує протиправні діяння щодо незаконного вве-
дення в організм наркотичних засобів, а також схиляння певної осо-
би до немедичного вживання наркотичних засобів, незаконне публі-
чне вживання, організацію або утримання місць для незаконного
вживання, незаконний обіг підроблених документів на отримання
наркотичних засобів, незаконну видачу рецепта на право придбання
наркотичних засобів або психотропних речовин [78].
На особливу увагу потребує регулювання суспільних відносин,
пов’язаних з поширенням продукції, що пропагує культ насильства,
жорстокості та сексуальної розпусти [139, 116]. З метою охорони
громадського порядку, здоров’я і моральності населення законодав-
чо обмежується право на ввезення, виготовлення або розповсюджен-
ня інформаційних товарів, що пропагують культ насильства і амора-
льності, вміщують інформацію порнографічного характеру [78].
Крім кримінальної відповідальності, повинні враховуватися також
норми дифамаційного права. Закріплені в Конституції України [4]
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фундаментальні положення потрібно враховувати при визначенні
структури дифамаційної інформації проти національного здоров’я.
З метою захисту конституційних прав і свобод громадян інфор-
мація, що спрямована проти національного здоров’я, потребує окре-
мого закріплення в інституті інформаційного права в якості дифама-
ційної інформації.
Інформація, що спрямована проти приватної власності. При-
ватна власність та її захист забезпечує життєві потреби людини, ци-
вілізовані стосунки між суб’єктами конституційних правовідносин,
стимулює економічний, політичний, інформаційний розвиток держа-
ви. Існування права власності вимагає від держави створювати розу-
мні та зрозумілі демократичні правила поведінки. Приватна влас-
ність є головною економічною основою розвитку суспільства.
Правова держава визнає і зацікавлена у розвитку інституту при-
ватної власності, що становить її політичний та економічний капітал.
Фізичні та юридичні особи зацікавлені мати у власному розпоря-
дженні приватну власність, у тому числі інформаційну, так як це
становить самостійність і незалежність кожної особи. Тобто, приват-
на власність розглядається не тільки як економічний добробут, а та-
кож як політичний та соціальний капітал.
Тільки економічно незалежна людина може мати і вільно виявля-
ти будь-які власні погляди без будь-яких обмежень чи принижень
перед іншими політичними силами. Саме економічну незалежність
осіб намагаються знищити тоталітарні країни.
Розглядаючи приватну власність як економічний капітал, розуміють,
що заможна людина має кращі умови існування та обов’язково збагачує
державу. Наявність приватної власності, нарешті, забезпечує культур-
ний та духовний розвиток нації. З набуттям великого чесного капіталу
значний розвиток набуває благодійність, меценацтво, які правовими за-
собами підтримуються державою і суспільством.
Інформація про приватну власність повинна відноситись до ди-
фамаційної інформації. Ані держава, ані інші фізичні чи юридичні
суб’єкти, в тому числі засоби масової інформації, не мають права
створювати, поширювати, зберігати, використовувати інформацію
про приватну власність громадян. Як елемент конфіденційної інфо-
рмації, вона може поширюватися лише за бажанням, а не за згодою
власника інформації.
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Стаття 41 Конституції України гарантує непорушність права
приватної власності. В інформаційному праві, з метою захисту прав
людини, фактично це означає, що всі суб’єкти повинні утримувати-
ся, під загрозою державного примусу, від збирання, зберігання, по-
ширення інформації про приватне життя та приватну власність гро-
мадян.
Приватна власність не може ототожнюватися з комерційною дія-
льністю або відкритою інформацією.
Комерційна діяльність, як способи, форми та умови проведення
бізнесу, може бути визнана комерційною таємницею і розглядається
як конфіденційна інформація.
Інформація про приватну власність є видом дифамаційної інфор-
мації, що визначає неможливість будь-яким суб’єктам, у тому числі
державним органам влади та засобам масової інформації збирати,
зберігати, розповсюджувати відомості про приватну власність з
будь-якою метою чи мотивами.
Заборона втручання у приватну власність не є абсолютною.
По-перше, якщо власність пов’язана з отриманням прибутку, то
інформація про фіксовані податки, екологічні та статистичні показ-
ники, умови праці робітників визнається загальнодоступною як ре-
жим відкритої інформації.
По-друге, Основний Закон України встановлює виключну мож-
ливість примусового відчуження об’єктів права власності [4], що де-
тально врегульовано в законодавстві [121]. Тобто, при настанні пев-
ного юридичного факту – суспільної необхідності – відомості про
власність і власника також можуть стати відкритими.
По-третє, відомості про приватну власність визнаються відкри-
тими при неправомірних діяннях суб’єкта.
По-четверте, дифамаційна інформація про приватну власність не
розповсюджується на державних службовців з часу вступу на держа-
вну службу. Конституційна норма ст. 42 встановлює, що підприєм-
ницька діяльність депутатів, посадових і службових осіб державної
влади і місцевого самоврядування обмежується законом.
Доцільним буде встановлення законодавчої новели про режими
таємниці інформації про приватну власність. Особи, що признача-
ються на посади в державних органах влади чи місцевого самовря-
дування, свідомо втрачають правовий захист на таємницю інформа-
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ції про приватну власність, в тому числі на деякий час після припи-
нення державної служби чи служби місцевій громадськості. Під час
виконання службових обов’язків, тобто використання політичної
влади від імені народу – вся інформація про приватну власність, що
набувається службовцем, є відкритою.
Правові норми повинні забезпечити дійсний демократизм, відк-
ритість влади, захист прав і законних інтересів як можновладців, так
і кожного платника податків. Також для журналістів стають зрозумі-
лими правові кордони свободи в сфері висвітлення роботи органів
державної влади і місцевого самоврядування, забезпечення прав лю-
дини на інформацію про приватну власність.
Саме такий правовий спосіб розумів законодавець, передбачаючи
встановлення умов законодавчого обмеження використання власни-
ком свого майна для здійснення підприємницької діяльності [121].
Захист інформаційної приватної власності також потрібно розу-
міти при скоєнні кримінальних злочинів – порушення недоторканно-
сті житла, порушення недоторканності приватного життя, шахрайст-
во, заподіяння майнової шкоди шляхом обману або зловживання до-
вірою та інші [78].
Будь-яка інформація про приватну власність може надати значні
переваги суб’єкту або заподіяти значну шкоду, тому особливе місце
в режимі дифамаційної інформації має норма для всіх суб’єктів пра-
ва, що забороняє використання спеціальних технічних засобів негла-
сного отримання інформації [78].
Інформація, що спрямована проти громадського порядку та
неправдива інформація. В інтересах охорони громадського порядку
законом можуть бути встановлені обмеження свободи світогляду – на-
голошує ст. 35 Конституції України. Закон встановлює заборони та
обмеження щодо створення, поширення, використання інформації, яка
порушує спокійні умови життя людей на виробництві, у побуті, при
правомірному задоволенні духовних, культурних та інших потреб.
Громадський порядок – це сукупність суспільних відносин, що
забезпечують спокійні умови життя людей у різних сферах суспіль-
но-корисної діяльності, відпочинку, побуту і нормальної діяльності
підприємств, організацій, установ [140, 293].
Детальна наукова розробка та законодавче врегулювання режиму
дифамаційної інформації, що спрямована проти громадського по-
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рядку, визначаються значною сферою застосування та складністю
регулювання суспільних відносин.
У сучасному українському суспільстві під час політичної бороть-
би застосовуються способи та прийоми, які не тільки потрібно ви-
знати аморальними, а й такими, що загрожують громадському по-
рядку. Під час виборчих перегонів, а іноді для досягнення вузьких
політико-корпоративних інтересів у засобах масової інформації
з’являються матеріали, що пропагують уседозволеність, амораль-
ність, нехтування патріотичними та громадськими обов’язками, мо-
ральними принципами, зневажливе ставлення і відкриту неповагу до
органів та представників державної влади [141, 159].
Відсутність законодавчого інституту дифамаційних норм в інфо-
рмаційному праві дозволяє нехтувати обов’язками компетентні пра-
воохоронні органи, які зобов’язані застосовувати примусову силу
держави як до опозиції, так і до владної більшості при порушенні
конституційних прав громадян в інформаційних відносинах.
На сьогодні встановлено юридичну відповідальність за створен-
ня, поширення, використання дифамаційної інформації, спрямованої
проти громадського порядку і яка може призвести до групових по-
рушень громадського порядку (ст. 293), масових зворушень (ст. 294)
або містить заклики до вчинення дій, що загрожують громадському
порядку (ст. 295) [78].
Захист моральності, громадського порядку в цілому забезпечу-
ється Кримінальним кодексом і Кодексом України про адміністрати-
вні правопорушення, знаходить закріплення у відповідних нормах,
що забороняють відкриту неповагу до суспільства у вигляді хуліган-
ства, нехтування моральними принципами та пропагування жорсто-
кості чи розпусти, уседозволеність і зневага до патріотичних й гро-
мадських обов’язків у вигляді наруги над могилою, нищення, руйну-
вання чи псування пам’яток історії або культури, розповсюдження
неправдивої інформації у вигляді завідомо неправдивого повідом-
лення про загрозу безпеці громадян, знищення чи пошкодження
об’єктів власності або інші неправдиві повідомлення [78; 142].
До іншого блоку неправдивої інформації, режиму дифамаційної,
відносимо створення та використання хибної інформації чи незакон-
не ненадання інформації, що гарантує виконання встановлених, за-
гальновизнаних і гарантованих правил. Більшість з таких правил
78
охороняється нормами Кодексу України про адміністративні право-
порушення. До них відносимо ухилення від виконання обов’язкових
дій – ухилення від медичного огляду [142] або створення умов для
умисного приховування обов’язкової інформації [142].
Українська нація висловлює наміри інтегруватися до європейсь-
кої та світової спільноти. При наявності в Україні однієї з найкращих
і демократичних конституцій вропи виникає необхідність створен-
ня єдиної системи конституційного законодавства з метою ефектив-
ного правового регулювання суспільних інформаційних відносин у
сучасному інформаційному суспільстві.
Основний Закон України встановив основні принципи та приписи
для регулювання інформаційної сфери, що знайшло своє відобра-
ження у кримінальному, цивільному та адміністративному праві.
Але створення інформаційного кодексу з урахуванням усіх існуючих
режимів доступу до інформації забезпечить реальний розвиток де-
мократії, права та свободи людини і громадянина.
Таким чином, тенденції щодо розвитку демократично-правових
інститутів права людини на інформацію на сучасному етапі пов’язані
зі зростанням важливості регулювання сфери інформаційних відно-
син за умови глобалізації. Причому мається на увазі не кількісна, а
саме якісна сторона суспільно-правового явища. Це дає змогу зроби-
ти висновок, що характер регулювання інформаційних суспільних
відносин і встановлення права людини на інформацію буде визнача-
тися наступними основними ознаками:
 значним впливом міжнародно-правових актів на національне
інформаційне законодавство;
 встановлення конституційних режимів доступу суб’єктів до
інформаційних ресурсів, у тому числі, появою в українському
інформаційному законодавстві режимів обмежено оборотозда-
тної та дифамаційної інформації;
 встановлення реальних режимів відкритості інформації про
діяльність органів державної влади та місцевого самовряду-
вання, особливого значення при якому набуває відкритість
уряду;
 особливою охороною конфіденційної інформації міжнародно-
правовими та національними засобами, що забезпечують пріо-
ритет людини в інформаційних суспільних відносинах.
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Інтегрування України у світове інформаційне поле, як зазначають
науковці й політики, залишається досить слабким. Діяльність органів
державної влади, місцевого самоврядування та громадян в інформа-
ційній сфері не має системного характеру. Існуюча ситуація заважає
розвитку українського суспільства, гальмує економічні та політичні
процеси. Ліквідувати прогалину можливо прийняттям Інформацій-
ного кодексу, як складової частини конституційного права, з ураху-
ванням зазначених у Конституції України демократичних принципів
і закріплених основних прав та свобод громадян.
2.2. Проблемні питання отримання
та використання інформації з відкритим доступом
За умов відповідальності держави перед особою за свою діяль-
ність, утвердження та забезпечення прав і свобод людини – виникає
історична необхідність постійного, надійного зв’язку між органами
публічної влади і широкими колами громадськості, зростає вага ін-
формаційних відносин.
Даючи характеристику найбільш значному прояву ідеології взає-
мовідносин особи та влади, А. Оболонський визначив персоцент-
ризм, де індивід є найвищою точкою, “виміром” усіх речей, та сис-
темоцентризм, де індивід або взагалі відсутній, або розглядається як
дещо додаткове, здатне надати більшу чи меншу користь лише для
досягнення такої собі надособистої мети [143, 5].
Сьогодні є загальновизнаним, що рівень цивілізованості й демок-
ратизму відносин між владою і громадськістю значною мірою ви-
значається ступенем “відкритості” влади. У цивілізованому суспіль-
стві особа розглядається однозначно з двох позицій: як громадянин і
як платник податків. Виходячи з цього, за особою, як повноправним
громадянином своєї держави, безумовно визнається право на участь
в управлінні державними і громадськими справами, а як за платни-
ком податків – його право бути обізнаним про те, на які потреби і
наскільки ефективно використані сплачені ним кошти.
Поєднання цих двох аспектів вимагає необхідність постійного
інформування населення про всі сторони життєдіяльності держави та
оперативного сприйняття і реагування її органів на звернення і про-
позиції з боку громадян, тобто здійснення на практиці принципу, що
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історично іменується у вітчизняній політико-правовій науці принци-
пом гласності.
Важливою рисою суб’єктивного права на інформацію є можли-
вість користування соціальними благами [144, 188]. Свобода совісті,
свобода думки – це наданий людині божественний вогонь, джерело
духовної сили, кожного життєвого руху, кожного розумного устрою
– саме це надає людини знання [145, 83].
Перспективні плани уряду України визначають такі критерії
управлінських пріоритетів у ХХІ столітті: легітимність, законність,
прозорість, відповідальність і чесність, ефективність, узгодженість,
адаптація, партнерство і консультування [146; 147, 435–437].
Зрозуміло, що сам процес реалізації відповідних прав відбуваєть-
ся, так чи інакше, у прямій залежності від особистих задатків, здіб-
ностей людини, її фактичного статусу; тому фактичні результати ре-
алізації однакових за своїми стартовими показниками прав людини
не можуть бути однаковими [148, 77].
Встановлена в Декларації прав людини 1789 р. [149] розбіжність
між правами людини і правами громадянина фактично визначила рі-
зницю між людиною як приватною особою (членом громадянського
суспільства) та політичною людиною – громадянином, членом дер-
жави. В межах такої розбіжності стаття 15 Декларації закріплює пра-
во суспільства контролювати діяльність усіх посадових осіб: суспі-
льство має право вимагати звітності у кожної посадової особи за до-
вірену йому частину управління.
Достатньо проблематичним у сфері права на інформацію є відсу-
тність сучасної системи інформаційно-аналітичного забезпечення
законотворчої, нормотворчої, правозастосовної діяльності, що нега-
тивно позначається на ефективності оприлюднення нормативно-
правових актів [150, 151].
2.2.1. Відкритість інформації про діяльність
органів державної влади і місцевого самоврядування
як фактор демократизації суспільства
Інформаційна революція не може не зачепити сферу політичних
відносин. З одного боку, ми будемо мати позитивний результат у ви-
гляді неймовірного розширення можливостей кожної людини брати
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безпосередню участь у прийнятті державних демократичних рішень,
закріпленні індивідуальної демократичної свободи. З іншого боку,
виникає загроза всебічного контролю правлячих структур над людь-
ми, маніпулювання ними та їх думками. Нарешті, інформаційна ре-
волюція вплине на саму людину, спосіб його мислення, життя, про-
фесійну діяльність, самопочуття. Зрозуміло, все буде залежати від
спрямованості соціального контексту інформатизації людського
життя, щільно пов’язаної з демократичними чинниками, духовністю.
Конституція України проголосила, що кожному громадянину га-
рантується право на свободу думки і слова, на вільне висловлення
своїх поглядів і переконань (ч.1 ст. 34), закріпила право кожного ві-
льно збирати, зберігати, використовувати і поширювати інформацію
усно, письмово або в інший спосіб – на свій вибір (ч.2 ст. 34), право
направляти індивідуальні чи колективні письмові звернення або осо-
бисто звертатися до органів державної влади, органів місцевого са-
моврядування та до посадових і службових осіб (ст. 40), право кож-
ного знати свої права і обов’язки (ч. 1 ст. 57).
Водночас Основний Закон встановив, що засідання Верховної
Ради України проводяться відкрито (ч. 1 ст. 84), Президент України
звертається з посланнями до народу про внутрішнє та зовнішнє ста-
новище України (п. 2 ст. 106), а одним із принципів судочинства є
принцип гласності судового процесу та його повна фіксація техніч-
ними засобами (п. 7 ч. 3 ст. 129).
Усе це дає підстави стверджувати, що принцип гласності дістав в
Україні певне конституційне закріплення. Однак практика його реа-
лізації ще досить далека від досконалості, особливо в стосунках між
особою та органами публічної влади.
Необхідним чинником та умовою ефективного державного
управління у сфері забезпечення основних прав і свобод людини й
громадянина є наявність повної та достовірної інформації про прак-
тику реалізації цих прав і свобод.
Удосконалення законодавства потребує вивчення громадської
думки, збирання й аналізу інформації, що надходить від громадян,
їхніх думок, оцінок, побажань, зауважень відносно майбутніх право-
вих норм.
З цієї точки зору принцип гласності виступає як надійний право-
вий гарант реалізації основних прав і свобод громадян. Адже, з од-
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ного боку, гласність надає можливість одержувати оперативну, пов-
ну й достовірну інформацію про стан справ у сфері забезпечення де-
кларованих прав людини і громадянина, а, з іншого, – зобов’язує
владу постійно інформувати громадськість про здійснення та перс-
пективні кроки щодо втілення в життя проголошених гуманістичних
ідеалів. У підсумку це призводить (повинно призвести) до налаго-
дження стійких взаємних інформаційних зв’язків між державою і
громадським суспільством, розбудови розвиненої інформаційної ін-
фраструктури.
Згідно зі статтею 29 Закону України “Про інформацію” доступ до
відкритої інформації забезпечується шляхом:
 систематичної публікації її в офіційних друкованих виданнях
(бюлетенях, збірниках);
 розповсюдження її засобами масової комунікації;
 безпосереднього надання її зацікавленим громадянам, держав-
ним органам і юридичним особам [45].
Відповідно до Закону України “Про доступ до публічної інфор-
мації” саме право на доступ до публічної інформації гарантується:
1. обов’язком розпорядників інформації надавати та оприлюдню-
вати інформацію, крім випадків, передбачених законом;
2. визначенням розпорядником інформації спеціальних структур-
них підрозділів або посадових осіб, які організовують у встановле-
ному порядку доступ до публічної інформації, якою він володіє;
3. максимальним спрощенням процедури подання запиту та
отримання інформації;
4. доступом до засідань колегіальних суб'єктів владних повнова-
жень, крім випадків, передбачених законодавством;
5. здійсненням парламентського, громадського та державного ко-
нтролю за дотриманням прав на доступ до публічної інформації;
6. юридичною відповідальністю за порушення законодавства про
доступ до публічної інформації [56].
Порядок і умови надання громадянам, державним органам, юри-
дичним особам, представникам громадськості зведень за запитами
встановлюється цим законом чи договорами (угодами), якщо надан-
ня інформації здійснюється на договірній основі.
Обмеження права на одержання відкритої інформації забороня-
ється законом.
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Переважним правом на одержання інформації користуються гро-
мадяни, яким ця інформація потрібна для здійснення своїх профе-
сійних обов’язків.
Місце й роль принципу гласності у загальному механізмі забез-
печення основних прав і свобод людини та громадянина найбільш
концентровано виявляється в його функціях.
По-перше, принцип гласності виконує гносеологічну (пізнаваль-
ну) функцію, оскільки надає можливість пересічним громадянам
отримувати повну інформацію про нормативно-правові акти, що
стосуються їх правового статусу, і, таким чином, знати свої права та
обов’язки, а державі в особі її органів і посадових осіб – мати повну
картину про стан справ у сфері прав людини.
По-друге, принцип гласності виконує правозахисну функцію,
оскільки його реалізація робить громадян досить обізнаними щодо
шляхів та правових засобів захисту своїх прав і свобод, є фактором
запобігання правопорушенням, а у випадку їх скоєння – робить ін-
формацію про правопорушення надбанням громадськості і змушує
компетентні органи до більш рішучих та інтенсивних дій.
По-третє, принцип гласності виконує комунікативну функцію,
оскільки передбачає необхідність налагодження ефективного спілку-
вання між усіма суб’єктами політичної системи, у тому числі й з
проблем реалізації прав і свобод громадян.
По-четверте, принцип гласності виконує стабілізуючу функцію,
оскільки сприяє налагодженню порозуміння між владою і суспільст-
вом, запобігає виникненню “необґрунтованих сподівань” з боку гро-
мадян.
Нарешті, принцип гласності виконує й контрольну функцію, адже
дозволяє громадянам та їх об’єднанням контролювати всі форми
владної діяльності держави.
За своїм демократичним потенціалом вітчизняне законодавство
не поступається світовим стандартам, однак значна кількість його
норм досі залишається високими деклараціями, не отримуючи пов-
ноцінної реалізації, особливо у відносинах між органами публічної
влади і пересічними громадянами.
Насамперед, це стосується проголошеного у ч. 2 ст. 34 Конститу-
ції України права на інформацію, зокрема в тій його частині, де на-
зивається право на вільне збирання інформації.
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Гарантії права на інформацію, передбачені ст. 10 Закону України
“Про інформацію”, загалом не діють, і, перш за все, тому, що прові-
дна таких гарантій – створення механізму здійснення права на інфо-
рмацію – перебуває лише на стадії первісного становлення. Відсутня
й відповідальність за порушення законодавства про інформацію.
Слід зауважити, що саме суспільство може бути не тільки сере-
довищем існування прав і свобод людини та громадянина, а й, завдя-
ки своїм потенційним можливостям, – гарантом прав і свобод люди-
ни та громадянина [151, 135].
Ми вже звикли до того, що держава є самостійним суб’єктом ци-
вільних правовідносин і несе відповідальність за власні дії чи бездія-
льність [121]. Але питання про відповідальність держави за пору-
шення конституційних прав громадян, у тому числі інформаційних,
не вирішене.
Від імені держави діють органи державної влади у межах їхньої
компетенції, встановленої законом [121]. Порушення норм права
державою одночасно призводить до порушення їх органами держав-
ної влади. Потрібно визнати, що не кожне порушення органами дер-
жавної влади прав громадян повинно відносити на рахунок всієї
держави. Якщо таке порушення є поодиноким і суперечить загальній
політиці держави, воно повинно визнаватись як порушення закону з
боку державного органа, а не держави в цілому.
Правопорушенням з боку держави доцільно вважати тільки ті
діяння, що здійснюються систематично групою державних органів
влади, як представників держави, і мають характер політики дер-
жави.
Вищі державні органи влади можуть виконувати лише організа-
ційну діяльність, а безпосереднє виконання – інші органи держави.
Тому вищі органи державної влади можуть приховувати власну ор-
ганізаційну діяльність, спрямовану на порушення прав громадян,
приймати “таємні” рішення на здійснення тих чи інших дій, перек-
ладаючи провину за діяння на підлеглих. Додаткові перевірки редак-
цій, вилучення “на перевірку” документації призводить до закриття
незалежних або “небажаних” інформаційних видань.
Об’єктивна сторона інформаційних правопорушень державою
може мати прояв у бездіяльності. Держава, запроваджуючи політику,
може не виконувати власні обов’язки з реалізації прав громадян на
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інформацію, що встановлені загальновизнаними нормами та націо-
нальною Конституцією.
Проголошуючи відкритість інформації про діяльність органів
державної влади, держава не створює матеріально-технічні та орга-
нізаційні умови для отримання громадянами необхідної інформації
про діяльність державного апарату. Наприклад, при державних орга-
нах США створено спеціальні підрозділи, відповідальні за накопи-
чення всієї існуючої документальної відкритої інформації в елект-
ронних базах даних і надання цієї інформації громадянам [152, 19].
Система накопичення, систематизації та розповсюдження інфор-
мації, що існує в органах державної влади та місцевому самовряду-
ванні, повинна бути “схожою” на бібліотечну та передбачати віль-
ний доступ до неї громадян.
На сьогодні найбільш гострою проблемою щодо реалізації принци-
пу гласності є проблема “відкритості” органів державної влади і місце-
вого самоврядування, оскільки їх діяльність ще досі здійснюється на за-
садах адміністративно-бюрократичного апарату радянських часів. Так,
згадана стаття 10 Закону України “Про інформацію” закріпила
обов’язок органів державної влади, а також органів місцевого самовря-
дування інформувати про свою діяльність та прийняті рішення.
Вказано і шляхи, якими така інформація має доводитись до відома
зацікавлених осіб (ч. 3 ст. 21 Закону України “Про інформацію”). Однак
на практиці жоден із перелічених у Законі шляхів інформаційного обмі-
ну не використовується владними органами в достатній мірі. Органи
влади не звикли почуватися “слугами народу”. Інформація про їхню ді-
яльність є вкрай куцою, обмеженою і переважно тенденційною.
Головним джерелом такої інформації для більшості населення є
опубліковані нормативні акти та періодичні статті в пресі або репор-
тажі по телебаченню.
Досі для широкого загалу залишається невідомою структура і
штати вищих органів державної влади, не кажучи вже про централь-
ні та місцеві. Не проглядається прагнення чиновників виправдати
перед платниками податків сам факт свого існування. Загалом відсу-
тня (або просто не розповсюджується) статистика про роботу органів
влади, з якої б пересічний громадянин міг зробити висновок про
ефективність їхньої діяльності, особливо у сфері забезпечення осно-
вних прав і свобод.
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Законодавство повинно бути спрямоване на те, щоб не людина
була вимушена вимагати і шукати необхідну їй інформацію про дія-
льність органів влади, а навпаки – самі органи та посадові особи бу-
ли зобов’язані надавати широку і правдиву інформацію про себе,
щоб отримати відповідні кошти на своє утримання на наступний
бюджетний рік або втриматись на займаній посаді.
Зрозумілою та доцільною є пропозиція Ю. Тодики, В. Серьогіна,
що вже давно настав час переводити гласність з політико-ідеологічної
у прагматично-фінансову та організаційну площину [153, 22]. З цією
метою доцільно було б розробити і прийняти спеціальний закон “Про
відкритість органів влади”, в якому детально розписати всі сторони
інформаційних відносин у сфері здійснення публічної влади. У цьому
законі необхідно було б закріпити чітку періодичність статистичних
звітів цих органів та їх основні показники, зокрема, кількість прийня-
тих правових актів (у тому числі – нормативного характеру); розмір
штатів; сума коштів, використаних на утримання апарату; кількість
дисциплінарних стягнень, накладених на співробітників апарату; пи-
тання, що були предметом розгляду; кількість отриманих і розгляну-
тих звернень, заяв і скарг громадян та ін.
Необхідно встановити обов’язковість попереднього публікування
у друкованих засобах масової інформації порядку денного сесії Вер-
ховної Ради України, засідань Кабінету Міністрів України, сесій міс-
цевих Рад, обов’язковість ведення та оперативного публікування їх
стенограм. Поки що стенограми засідань ВРУ неможливо дістати
навіть у наукових бібліотеках, а про стенограми засідань інших ор-
ганів влади годі навіть питати. На примітивному рівні досі перебуває
соціологічна та статистична служба, а результати навіть тих невели-
ких за обсягом і широтою предмета досліджень, які проводяться в
Україні, переважно залишаються поза межами доступу громадськос-
ті, обнародуються через засоби масової інформації лише після відпо-
відної “вказівки” владних органів, коли самі ці органи вважають за
потрібне довести їх до відома населення [148, 24].
Фактично мова йде про створення єдиної державної інформацій-
ної системи, так званий “електронний уряд”, коли вся інформація
стосовно використання політичної влади створюється у владних
структурах з метою постійного ознайомлення з нею зацікавлених
громадян.
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Механізм режиму доступу до правової інформації пов’язаний з
рядом проблем. Дослідження академіка В. В. Ільїна доказують, що
до 70 % інформації про існуючі нормативно-правові акти, які визна-
чали права та свободи людини, в радянські часи було приховано від
народу [154, 64]. Сьогодні цей відсоток залишається на попередньо-
му рівні [155, 75].
По-перше, грубі порушення законотворчого процесу призводять
до серйозних порушень, таких як, направлення Верховною Радою
України на підпис Президенту України іншого Закону, ніж прийня-
тий парламентом:
 багаточисельні зміни законодавства поглинаються власною
хвилею;
 внесення багаточисельних поправок до законів не встигають
оприлюднювати, деякі з них відсутні навіть на офіційних сай-
тах Верховної Ради України;
 законодавець усе частіше передає виконавчій владі важелі,
які встановлюють регулювання тих чи інших законів, тим
самим відбувається профанація законів, фактичне знищення
більшості положень самих законів. Прикладом є рішення
Конституційного Суду № 6-рп/99 від 24 червня 1999 ро-
ку [156, 831–837] у справі “про фінансування судів”, коли за-
конодавець Законом України “Про Державний бюджет Укра-
їни на 1999 рік” фактично дозволив виконавчій владі підко-
рити і контролювати судову владу через надання урядового
фінансування.
В даному випадку Верховний Суд України відстояв головний
принцип демократії – принцип розподілу влад. Але, на жаль, біль-
шість діючих законів України, які встановлюють соціальний захист
громадян України, фактично знищено. В першу чергу, це стосується
соціального захисту службовців силових структур, що грубо пору-
шує конституційний лад держави, так як порушує ч. 5 ст. 17 Консти-
туції України.
По-друге, на рівні регіонів щорічно до 80 % нормативних актів
державної влади і місцевого самоврядування, що безпосередньо
впливають на права та свободи громадян, не проходять обов’язкову
реєстрацію в Міністерстві юстиції України. Об’єктивними та
суб’єктивними причинами цього є:
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 звичайний непрофесіоналізм чиновників, які відповідальні за
належне оформлення документів;
 відсутність фондів і можливостей для оприлюднення прийня-
тих рішень органами державної влади місцевого рівня та міс-
цевим самоврядуванням;
 побоювання чиновників різного рівня при проведенні юриди-
чних і лінгвістичних експертиз прийнятих документів, неба-
жання “доводити” документи до гідного професійного рівня;
 небажання афішувати непопулярні, а іноді протиправні дії мі-
сцевої влади.
Закони підлягають обов’язковому опублікуванню. Неопублікова-
ні закони не мають юридичної сили. Будь-які нормативно-правові
акти, що стосуються прав, свобод та обов’язків людини, не можуть
бути застосовані, якщо вони не опубліковані офіційно для загально-
го ознайомлення.
На сьогодні існують визначені законом офіційні джерела законо-
давства: “Голос України”, “Відомості Верховної Ради України”,
“Офіційний вісник України”. Але немає жодного видання на рівні
області, району, міста. Відсутня відповідальність посадових осіб за
невиконання вимог Конституції про оприлюднення відомостей, що
стосуються прав, свобод, обов’язків людини.
Кожна людина повинна мати гарантоване право передавати, ви-
робляти та розповсюджувати інформацію будь-яким законним спо-
собом, тобто робити її відомою суспільству. Розповсюдження інфо-
рмації не може бути лише монополією держави. Для цього має бути
створена реальна можливість невтручання держави в діяльність ві-
льних засобів масової інформації. В бюджетах потрібно передбачити
окрему графу для фінансування державних засобів масової інформа-
ції, але разом з тим створити надійний механізм невтручання держа-
вних службовців у їхню діяльність. Варто наголосити, що й офіційні
засоби масової інформації належать народу, який утримує їх за влас-
ні кошти, а не посадовим особам держави. Тому ми, як платники по-
датків, зацікавлені в існуванні, перш за все, офіційних засобів масо-
вої інформації.
Кожна людина за бажанням може утворювати власні засоби ма-
сової інформації. Вони повинні бути офіційно зареєстровані та на
свій ризик відповідати перед законом за надання інформаційних по-
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слуг. Потрібно мати як захист вільних виробників інформації, так і
надійні джерела правового контролю за їх діяльністю.
В Україні взагалі не врегульовані питання користування
комп’ютерною інформацією як засобом спілкування, тим більше як
засобом масової інформації. Найпростіше вирішення цього питання
– “повідомча” реєстрація власників, які бажають надавати інформа-
цію через “Інтернет”. Зареєстровані таким чином нові засоби масової
інформації можуть мати підтримку та захист Закону.
Засоби масової інформації мають бути захищені від свавілля чи-
новників існуванням конкретних норм кримінальної відповідальнос-
ті за незаконне втручання в діяльність незалежних засобів масової
інформації, а також негайним звільненням із посад за переслідування
журналістів. Це закріплено в міжнародних актах, які вже багато ро-
ків ждуть своєї ратифікації нашим парламентом.
Засоби масової інформації не можуть “досаждати” державі та
уряду. Вони освітлюють політичну боротьбу, тому потрібно привчи-
ти, щоб державні органи самі шукали підтримки своєї політики з бо-
ку суспільства і, в першу чергу, через засоби масової інформації. Не-
обхідно створити не забороняючи норми, які призведуть до звужен-
ня демократії, а забезпечити вільну опозиційну думку. Незалежне
телебачення та мовлення не зобов’язані узгоджувати друковані ма-
теріали (в Україні заборонена цензура), вони можуть самі обирати
цікаву інформацію та самостійно будувати відносини з міжнародним
інформаційним простором [141, 96].
Сьогодні правова культура посадових осіб дуже на низькому рів-
ні. Вони не звикли вирішувати питання правовими засобами. Стосу-
ється це всіх гілок влади. Це погіршується відсутністю реальної від-
повідальності за відступи від правових норм, особливо в сфері за-
безпечення прав людини.
На низькому рівні юридична культура самих громадян, які не
звикли відстоювати свої права, використовуючи правові форми су-
дового захисту, зверненню в державні органи влади з петиціями та
скаргами в порядку адміністративного провадження.
Однак доступ до правової інформації включає в себе не тільки
можливість вивчення всіма зацікавленими особами законів і право-
вих норм. Поняття доступу вимагає та охоплює також правозастосо-
вну практику, в доступності до якої знайшли б своє відображення
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принципи гласності відправлення правосуддя та публічних судових
актів. На жаль, сьогодні реалізація цього принципу має усічений ха-
рактер, оскільки створювані бази даних можна використовувати
тільки в службових відносинах, встановлені перешкоди для загаль-
ного ознайомлення.
Поняття доступу громадян до правової інформації охоплюється
та встановлюється конституційною нормою, як обов’язок органів
державної влади, місцевого самоврядування, а також посадових осіб
“забезпечити кожному можливість ознайомлення з документацією та
матеріалами, що безпосередньо стосуються їх прав і свобод”.
Але наявність припису “якщо інше не передбачено законом” ба-
гатьма державними органами тлумачиться не на користь громадян.
Пояснення з цього приводу Конституційного Суду України, як пра-
вило, невідоме органам державної влади або трактується прямо в
протилежний бік. Особливо це має місце при ознайомленні людини з
матеріалами слідства по кримінальній справі або запити щодо такої
кримінальної справи.
Органи державної влади, в тому числі прокуратура різних рів-
нів, відмовляє громадянину тільки на підставі, що “вони самі по-
дивилися матеріали і вважають це достатнім”. Неосвічений гро-
мадянин отримає таку ж саму відповідь і в спеціалізованих меди-
чних закладах. Відсутність правового механізму доступу до такої
інформації на сьогодні усуває можливості контролювати діяль-
ність органів державної влади, надають можливості посадовим
особам скоювати дії, які визначаються як злочинні. Тобто, іде
приховування злочинів з боку посадових осіб, начебто з ураху-
ванням державних інтересів.
Крім того, в демократичному суспільстві обов’язково виникає
необхідність утворення фактографічних, відкритих загальнодержа-
вних баз даних: про зареєстрованих фізичних осіб та їх юридичний
стан, про майновий стан посадових осіб та витрати на утримання
державного апарату всіх рівнів, про права на нерухомість, у тому
числі права на земельні ділянки, про видання цивільних дипломів і
посвідчень, про споживчі стандарти, санітарні норми й багато ін-
шої інформації, опублікування якої є обов’язковою. Розвиток цих
баз даних суттєво спрощує та створює більш надійні правові про-
цедури.
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Необхідно встановити основні принципи права на доступ до ін-
формації про діяльність органів державної влади та місцевого самов-
рядування:
 презумпція відкритості та вільного доступу до інформації;
 повнота та достовірність інформації;
 своєчасність надання інформації;
 обмеження права доступу до інформації тільки відповідно до
законних режимів доступу до інформації (обмежено оборотоз-
датної, конфіденційної та таємної інформації);
 особиста юридична відповідальність посадових осіб при по-
рушенні права доступу до інформації.
Законодавство має передбачати порядок реалізації права доступу
до інформації:
 ознайомлення з офіційними документами, що вміщують запи-
тувану інформацію;
 отримання копій відповідних документів або витяг з них;
 отримання довідки, що вміщує запитувану інформацію;
 отримання усної відповіді по суті запиту;
 отримання відомостей про джерело оприлюдненої інформації
в офіційних виданнях.
Потрібно зафіксувати наступні права споживача (користувача):
 обирати будь-яку форму запиту, що передбачена Законом;
 не обґрунтовувати необхідність отримання запитуваної інфо-
рмації, якщо таке обґрунтування не пов’язане з уточненням су-
ті запиту;
 при отриманні відповіді в усній формі вимагати письмової ві-
дповіді;
 оскаржувати дії органів, установ, організацій, їх посадових
осіб, що порушують право доступу до інформації та порядок
його реалізації.
При цьому користувач зобов’язаний дотримуватися порядку та
умов доступу до інформації, не створювати хибну інформацію і не
перекручувати отримані відомості при їх використанні.
Також до головних факторів створення кращих умов при регулю-
ванні суспільних інформаційних відносин, з якими погоджуються
практики-юристи, відносять:
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 можливість отримати не тільки метадані – дані про зміст і мі-
сцезнаходження даних, що цікавлять користувача (споживача),
а й самі тексти відповідних актів;
 урахування та своєчасну передачу багаточисельних змін і до-
датків, можливість отримати новітній документ, в який внесе-
но всі діючі модифікації документу;
 надання не тільки законодавчих, а й відомчих актів, які, як
правило, не публікуються для повідомлення тих, кого притя-
гують до відповідальності за їх порушення.
2.2.2. Право засобів масової інформації на доступ
до інформації з відкритим доступом
Варто зауважити, що в більшості випадків проблема доступу
до інформації виникає відносно прав засобів масової інформації
та журналістів. На світовому рівні вперше пріоритет прав засобів
масової інформації закріплено в Конвенції про захист прав люди-
ни та основних свобод, що прийнята в Римі 4 листопа-
да 1950 року. Стаття 10 Конвенції закріплює право вільно отри-
мувати інформацію без будь-якого впливу з боку публічної влади
та незалежно від державних кордонів [3]. Тлумачення цієї статті з
приводу її застосування належить вропейському Суду з прав
людини (Страсбург, Франція), який наголосив важливість доступу
до офіційної інформації.
Окремо встановлено, що громадськість має право на отримання
інформації, що являє суспільний інтерес, а засоби масової інформації
мають привілеї в сфері свободи інформації і слова, оскільки їх роль
полягає в тому, щоб інформувати громадськість з питань, що станов-
лять суспільний інтерес, а громадськість має право на отримання та-
кої інформації.
Масова інформація є одним із головних засобів формування наці-
ональної та міжнародної суспільної думки, невід’ємним компонен-
том зовнішньої та внутрішньої політики [157, 488].
Засоби масової інформації та журналісти виступають в якості по-
середників між державою і громадянами. Для реалізації покладених
на журналістів обов’язків законодавець надав журналістам додаткові
права на збирання та отримання інформації. Статтею 34 Конституції
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України встановлено право кожного громадянина, незалежно від йо-
го професійної належності, шукати, отримувати, передавати, вироб-
ляти та розповсюджувати інформацію будь-яким законним спосо-
бом. Журналістам держава надає додаткове право, пов’язане з про-
фесійними обов’язками, – право запитувати інформацію.
Журналісти частіше стикаються з ситуацією необґрунтованої від-
мови в доступі до інформації. Законодавство не має жодних механізмів
впливу на чиновників, які необґрунтовано відмовляють у наданні відк-
ритої інформації, в тому числі й засобам масової інформації.
Фактично права журналіста на отримання інформації за Законом
України “Про друковані засоби масової інформації (пресі) в Україні”
тільки задекларовано описом цих прав [60]. Вирішуючи таким чином
питання, законодавець не визначає взагалі процедуру реалізації пра-
ва журналіста.
Закон України “Про порядок висвітлення діяльності органів дер-
жавної влади та органів місцевого самоврядування в українських за-
собах масової інформації” [51] зобов’язує органи державної влади та
місцевого самоврядування надавати засобам масової інформації пов-
ну інформацію про власну діяльність через відповідні інформаційні
служби органів державної влади та місцевого самоврядування, за-
безпечити журналістам вільний доступ до інформації, крім випадків,
передбачених законом, не здійснювати жодного тиску та не втруча-
тися в діяльність засобів масової інформації.
В зв’язку з обов’язком органів державної влади забезпечувати
можливість отримання громадянами (в тому числі журналістами)
повної та достовірної інформації про свою діяльність, користувачі
(громадяни, організації, громадські об’єднання, органи влади) мають
рівні права на доступ до державних інформаційних ресурсів і не зо-
бов’язані обґрунтовувати перед власниками цих ресурсів необхід-
ність отримання інформації, яка цікавить користувача.
Органи державної влади повинні забезпечувати умови для
оперативного надання користувачу документованої інформації.
Практика сьогодення свідчить, що органи державної влади, до
яких звертаються громадяни, журналісти або засоби масової ін-
формації не відповідають на запити. При цьому найчастіше моти-
ви відмови-відповіді обґрунтовуються таємністю роботи органу
державної влади чи відсутністю інформації. Також часто зустрі-
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чаються випадки надання неповної, неточної, перекрученої інфо-
рмації або, найчастіше, інформації, яка не вміщує відповіді на по-
ставлені питання. Засоби масової інформації можуть проводити
власні розслідування та аналіз діяльності органів державної влади
та органів місцевого самоврядування, їх посадових осіб, давати
оцінку та коментувати. Але реальні можливості далеко не безме-
жні. Закон не припускає розбіжностей або змішування змісту офі-
ційної інформації коментарями журналістів.
На фоні повної безвідповідальності посадових осіб за порушення
права людини на інформацію – всі законодавчі права людини є тіль-
ки деклараціями.
Ми маємо прикрі приклади, коли йдуть з життя громадяни, які
працюють у сфері створення журналістської інформації, коли жур-
налістські розслідування призводять до самогубства деяких чинов-
ників, які готували та поширювали неправдиву інформацію з метою
виправдання неправомірних дій органів державної влади, як це ста-
лося в липні 2003 року з помічниками Тоні Блера. Складні стосунки
з пресою склалися при звільненні заручників у Москві.
Створення реально відкритого громадянського суспільства, до
якого прагне весь світ, й надалі буде вимагати нових жертв. Тільки
за умови компетентного, професійного й всебічного висвітлення
правдивої інформації про стан подій ми можемо мати відкрите сус-
пільство, в якому здійснюється реальний контроль за всіма посадо-
вими особами.
Як проміжний висновок зазначимо, що відкритість інформації
про діяльність органів державної влади і місцевого самоврядування,
як фактор демократизації суспільства, вимагає:
 виконання органами державної влади міжнародно-правових і
національних приписів стосовно відкритості інформації про
власну діяльність. Вирішення цього питання має відбуватися в
ході адміністративної реформи в Україні;
 встановлення законодавчих гарантій доступу до інформації
про діяльність владних структур;
 введення в юридичну практику реальної кримінально-правової
відповідальності посадових осіб за приховування, перекручен-
ня чи ненадання зазначеної інформації.
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Доступність відкритої інформації передбачає, що кожний грома-
дянин повинен знати, яку інформацію він має право отримувати не-
залежно від волі її власника.
2.2.3. Забезпечення прав людини, суспільства, держави при
отриманні відкритої екологічної інформації
Одним із видів відкритої інформації є відомості про стан навко-
лишнього природного середовища, тобто екологічна інформація.
Стан навколишнього природного середовища безпосередньо
впливає на життя, здоров’я, можливості життєдіяльності людини.
Саме тому статтею 50 Конституції України встановлено обов’язок
держави піклуватися про безпеку своїх громадян і передбачено пра-
во кожного на безпечне для життя і здоров’я довкілля та на відшко-
дування завданої порушенням цього права шкоди.
Знання про екологічний стан, що оточує людину, допомагають
здійснювати дії щодо збереження здоров’я, працювати в безпечних
умовах. Екологічна, медична, правова грамотність виступають важ-
ливим чинником забезпечення безпеки життєдіяльності людини.
Конституційна норма гарантує кожному право вільного доступу
до інформації про стан довкілля, про якість харчових продуктів і
предметів побуту, а також право на її поширення. Така інформація
ніким не може бути засекречена [4].
Якщо ми знаємо про небезпеку – ми можемо її відвернути або
зменшити її негативний вплив. Саме тому конституційна норма
знайшла своє продовження в Законі України “Про охорону навко-
лишнього природного середовища” від 25 червня 1991 року [135], де
зберігається право кожного на отримання у встановленому порядку
повної та достовірної інформації про стан природної середи, та її
вплив на здоров’я населення.
Світовий досвід свідчить, що уважне ставлення людей до збері-
гання природних ресурсів, піклування про особисте здоров’я, яке по-
єднане з обов’язком держави інформувати населення про екологічну
небезпеку, створює умови для взаєморозуміння між державою та
людиною, встановлює взаємоузгоджені дії щодо відведення екологі-
чної небезпеки або усунення шкідливих наслідків техногенних чи
екологічних катастроф.
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Прикладом такого взаєморозуміння є Японія. Створення держав-
ної інформаційної екологічної програми, яка спрямована на подо-
лання радіоактивного забруднення, передбачало не тільки участь
громадськості в проведенні досліджень радіоактивного фону, а й
роз’яснення біологічних, медичних факторів, які впливають на лю-
дину. Правовий захист громадян був поєднаний з дотриманням осо-
бистої гігієни та використанням споживчого раціону, який забезпе-
чує захист від негативного впливу радіації. За світовими статистич-
ними даними, в Японії сьогодні найвищий рівень споживання меду
та найнижчий рівень онкологічних захворювань, що надає економіці
країни великі переваги.
В жовтні 1995 року в Ріо-де-Жанейро було прийнято декларацію,
що встановила основні принципи права людини на екологічну інфо-
рмацію. Декларація наголосила, що для підвищення рівня інформо-
ваності про екологічні проблеми та сприяння ефективної участі гро-
мадськості державам необхідно гарантувати доступ до екологічної
інформації.
Інформаційне забезпечення охорони природного навколишнього
середовища – це збір, переробка, зберігання та обов’язкова підготов-
ка до використання інформації, яка необхідна для оцінки стану влас-
не оточуючого середовища, екологічної діяльності та прийняття різ-
ного роду рішень у цій галузі. Екологічна інформація має власні ва-
жливі ознаки, оскільки регламентується правом, а тому: а) може за-
чіпати різноманітні інтереси різних суб’єктів, у тому числі безпеку
країни, та б) потребує чітких процедур при встановленні відповіда-
льності за можливу неповноту, перекручення, приховування інфор-
мації, що може призвести до прийняття хибних рішень. Тому до за-
гальних вимог – достовірність, повнота, своєчасність – потрібно до-
дати вимоги: пристосованість чи підготовленість до використання,
наявність необхідної форми, доступність, можливість перевірки [158,
172, 176].
Треба визнати, що природоохоронні органи повинні підвищувати
рівень інформованості громадськості з метою сприяння поглиблено-
му розумінню та встановлення підтримки суспільством екологічної
політики і питань, що стосуються дотримання екологічних норм. Усе
це передбачає абсолютну відкритість і підзвітність роботи органів
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державної влади, що, в свою чергу, дозволить підвищити рівень до-
віри до них і забезпечить підтримку їхньої діяльності.
Виходячи з того, що міжнародні договори, які ратифіковані краї-
ною, мають юридичну силу діючого законодавства, можна ствер-
джувати, що всі міжнародні норми, які закріплюють абсолютне пра-
во громадян на отримання екологічної інформації, входять до єдиної
системи конституційних норм про права та свободи людини і грома-
дянина.
Законодавство повинно створювати реальні умови для реалізації
суб’єктивного права громадян на отримання екологічної інформації.
Для реалізації власних повноважень громадянин має добре розуміти,
що визначається об’єктом їхнього права.
Під терміном “екологічна інформація” розуміється будь-яка ін-
формація про стан вод, повітря, ґрунту, фауни та флори, землі та
природничих зон, про діяльність та умови, які негативно впливають
або можуть впливати на стан природного середовища, а також про
діяльність і заходи, спрямовані на їх охорону, а також знати адмініс-
тративні заходи та програми раціонального використання навколиш-
нього природного середовища.
Право на екологічну інформацію в об’єктивному розумінні пот-
рібно розглядати як сукупність уповноважуючих, дозволяючих, ре-
гулятивних норм, які визначають умови виникнення, зміни права на
інформацію про використання природних ресурсів, охорони навко-
лишнього природного середовища та забезпечення екологічної без-
пеки, його зміст, форми та види правовідносин (форми реалізації), в
які вступають відповідні суб’єкти щодо його реалізації, юридичні за-
соби захисту та охорони прав цих суб’єктів і норми, які встановлю-
ють підстави його припинення [159, 43].
В цілому екологічне законодавство закріплює право на екологіч-
ну інформацію як суб’єктивне право. Відповідно, право на екологіч-
ну інформацію є абсолютним, тому що щільно пов’язане з не-
від’ємним правом на безпечне для життя та здоров’я навколишнє
природне середовище. Це право не може бути обмеженим, тому
ст. 64 Конституції України не передбачає можливості обмежувати
право на екологічну інформацію також в умовах воєнного або над-
звичайного стану.
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Поняття суб’єктивного права визначається через категорію мож-
ливостей. Можливості використовувати, можливості вимагати та
отримувати екологічну інформацію, які повинні забезпечуватися не-
обхідними заходами та в будь-який час бути реалізовані. Межі здій-
снення такого права визначаються: право- та дієздатністю особи; на-
явністю порядку (процедури) здійснення права на екологічну інфор-
мацію відповідно до його призначення, строки, способи його здійс-
нення; методами примусового здійснення та захисту.
Будь-яка фізична або юридична особа має право вимагати відо-
мості про стан навколишнього природного середовища; за її вимо-
гою повинен надаватися вільний доступ до екологічної інформації
незалежно від громадянства, підданства або місця мешкання, а також
без необхідності правового чи іншого обґрунтування запиту. Це зо-
бов’язує державні органи в межах організаційно-процесуальних від-
носин забезпечити умови для здійснення громадянами права та ви-
никнення відповідних матеріальних правовідносин.
Можливість володіння екологічною інформацією тісно пов’язана
з можливістю вільного доступу до інформації про стан навколиш-
нього природного середовища, про якість харчових продуктів і пре-
дметів побуту.
Також передбачені відомості екологічного характеру, які повинні
вільно розповсюджуватися. До таких відомостей відносять: законо-
давчі акти та директивні документи – стратегії міжнародного співро-
бітництва в галузі екологічної безпеки, документи з питань екологі-
чної політики, програми та плани дій, що стосуються екологічного
захисту території України та регіонів, звіти про хід їх виконання;
міжнародні договори, конвенції та угоди з питань охорони навколи-
шнього природного середовища.
В загальних і спеціальних законах, що регулюють екологічне за-
конодавство, закріплене правові норми, відповідно до яких держава,
спеціально уповноважені державні органи згідно з власними повно-
важеннями збирають, обробляють, зберігають, використовують і
розповсюджують різними способами екологічну інформацію.
Доступ до відкритої екологічної інформації забезпечується шля-
хом систематичної публікації в офіційних друкованих виданнях,
розповсюдження за допомогою засобів масової інформації та інши-
ми способами.
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Гарантом вільного доступу до відкритої екологічної інформації є
чітке визначення в законодавстві обов’язків державних органів – це
Міністерство екологічної безпеки України, Міністерство охорони здо-
ров’я України, Державний департамент захисту споживачів України, їх
місцеві та регіональні відділення, інші органи державної влади.
Одним із засобів гарантування вільного доступу до екологічної ін-
формації є створення в самих органах спеціальних інформаційних
служб чи систем (ст. 10 Закону України “Про інформацію”, ст. 20 За-
кону України “Про охорону навколишнього природного середовища”).
Громадянин може використовувати отриману чи створену еколо-
гічну інформацію для власних потреб, користуватися нею або взагалі
не звертати на неї уваги. Як активні дії суб’єкта, доступ до екологіч-
ної інформації – це збирання, обробка, зберігання необхідної інфор-
мації з метою використання її для прийняття відповідних рішень, а
також розповсюдження інформації для невизначеного кола осіб з
урахуванням її важливості та значності.
У випадках, коли уповноважений державний орган влади не має в
своєму розпорядженні достатньо екологічної інформації, про яку ста-
виться питання в запиті, він повинен у максимально стислий термін по-
відомити заявнику і надати повну інформацію, де можна отримати пот-
рібну інформацію або куди передано запит. У випадках відмови надати
інформацію в письмовій формі надається обґрунтована відповідь.
Дуже важливим є закріплення в законодавстві обов’язку юридич-
них осіб усіх форм власності надавати громадянам повну та достові-
рну інформацію про екологічний та санітарно-епідеміологічний стан,
що створюється навколо об’єктів виробництва, про якість та безпеку
виробничої продукції виробничо-технічного призначення, харчових
продуктів, товарів для особистих і побутових потреб, потенційної
небезпеки для здоров’я людини, виконаних або наданих послуг.
Закон забороняє відносити до інформації з обмеженим доступом
документи, що містять інформацію про надзвичайні ситуації, еколо-
гічну, метеорологічну, демографічну, санітарно-епідеміологічну та
іншу інформацію, яка потрібна для забезпечення безпечного функці-
онування населених пунктів, виробничих об’єктів, безпеки громадян
і населення в цілому. Також Закон України “Про державну таємни-
цю” від 21 січня 1994 року встановлює, що забороняється віднесення
до державної таємниці будь-яких відомостей, якщо цим будуть по-
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рушуватись конституційні права людини і громадянина, завдавати-
меться шкода здоров’ю і безпеці населення [126].
Не може бути віднесена до державної таємниці інформація:
 про стихійне лихо, катастрофи та інші надзвичайні події, що
загрожують безпеці громадян, які сталися або можуть статися;
 про стан навколишнього природного середовища та здоров’я
населення, його життєвий рівень, включаючи харчування,
одяг, житло, медичне обслуговування і соціальне забезпечен-
ня, а також про соціально-демографічні показники, стан пра-
вопорядку, освіти і культури населення.
При більш складних ситуаціях, коли екологічна інформація знахо-
диться в документах, які віднесені до документів з обмеженим досту-
пом, при відповіді на запити громадян надається інформація (та части-
на документа), яка містить інформацію тільки стосовно стану навко-
лишнього природного середовища, тобто тільки відкриту інформацію.
При забезпеченні пріоритету громадян на отримання екологічної
інформації не повинно виникати значних проблем. Однак, такі про-
блеми існують.
Кожна інформація має власну ціну, її надання вимагає матеріаль-
них, фінансових витрат і людського ресурсу. Можлива ситуація, при
якій державні органи влади, нібито не відмовляючи в наданні інфор-
мації, пропонують здійснювати оплатну послугу. Це прямо супере-
чить конституційній нормі, яка забезпечує право кожного на отри-
мання повної і достовірної інформації про стан навколишнього при-
родного середовища, як і вимагати від компетентних державних ор-
ганів влади надання такої інформації, що становить принцип відкри-
тості екологічної інформації. Реалізація конституційного права не
може залежати від можливості громадянина сплачувати за послуги
при отриманні такої інформації.
Потрібно пам’ятати, що державні інформаційні джерела форму-
ються за рахунок бюджетних коштів, тобто на гроші платників пода-
тків, що прямо вказує про здійснення оплати громадянином свого
звернення.
Але об’єктивні (недостатність бюджетного фінансування) та
суб’єктивні (практичне виконання завдання) обставини примушують
громадянина сплачувати за отримання інформації, в тому числі еко-
логічної. Тобто, Закон України “Про інформацію” передбачає, що
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запитувачі повністю або частково відшкодовують витрати, пов’язані
з виконанням запитів щодо доступу до офіційних документів і на-
данням письмової інформації, в тому числі екологічної. Найчастіше,
ця плата встановлюється в розмірах, які визначають витрати на її пі-
дготовку, копіювання та передачу по електричних мережах або по-
штовим зв’язком [6].
Сьогодні екологічна інформація, яка зберігається в державних
фондах та архівах, повинна надаватися громадськості для ознайо-
млення безкоштовно. Запитувач сам визначає форму, в якій він
бажає отримати інформацію (усно, письмово, на відео чи ін.). То-
му особа, яка звернулась із заявою про надання інформації та до-
даткові послуги, повинна отримати відповідні умови для отри-
мання таких послуг платно.
Однак, ми знаємо, що в житті термін “витрати на підготовку
інформації” завжди трактується досить широко. Найчастіше за-
пропонована ціна є значно вищою порівняно з додатковими робо-
тами, які виконуються для створення відповіді. В таких умовах
можливе встановлення таких цін, при яких реалізація конститу-
ційних прав громадян взагалі неможлива.
Можливість таких неправомірних дій обумовлюється:
 тим, що державні органи, як правило, є монополістами на
екологічну інформацію, практично відсутні альтернативні
канали доступу до екологічної інформації, що призводить до
погіршення ситуації для користувачів;
 відсутністю правових норм, які б передбачали відповідаль-
ність керівників за порушення конституційних прав та сво-
бод громадян.
Законодавство України передбачає можливість звернення гро-
мадян у судові, адміністративні та правоохоронні органи влади за
захистом своїх конституційних прав і свобод у випадках немоти-
вованої відмови у наданні екологічної інформації, або надання та-
кої інформації передбачає оплату за явно підвищеними розцінка-
ми. Громадянин має право вимагати перегляду прийнятого рішен-
ня в судовому або адміністративному порядку, але це знову пе-
редбачає значні матеріальні витрати та моральні зусилля. Відшко-
дування таких витрат законодавством, як і відповідальність чино-
вників, не передбачено.
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Відповідні юридичні заходи щодо забезпечення конституцій-
ного права людини і громадянина на отримання екологічної ін-
формації мають бути ефективними, забезпечувати справедли-
вість, відкритість та безпристрасність процедур. Ці процеси не
повинні залежати від свавілля чиновників, не можуть коштувати
занадто дорого і повинні проводитись без дискримінації за озна-
ками громадянства, національної належності, місця мешкання,
майнового чи посадового рівня, а при зверненні юридичної осо-
би – без дискримінації за ознаками реєстрації фактичного центру
діяльності.
Таким чином, ефективне забезпечення доступу до екологічної
інформації та участь громадськості в процесі прийняття рішень в
області охорони навколишнього природного середовища передба-
чає:
 створення чітких нормативних основ для процесуальних та
інституційних гарантій та відповідних правозастосовних
програм;
 встановлення норм персональної відповідальності керівни-
ків органів державної влади за порушення конституційних
прав громадянина, що, безумовно, встановить додаткові га-
рантії правильного та швидкого здійснення процедури на-
дання екологічної (та іншої) інформації;
 на державному рівні необхідно встановити адміністративні
режими безоплатного доступу до екологічної інформації,
обумовивши всі додаткові випадки отримання платних пос-
луг.
Держава може при необхідності створювати організаційні
структури для ефективного забезпечення права громадянина на
екологічну інформацію. Наприклад, звітність про стан забезпе-
чення пріоритету прав людини при отриманні екологічної інфор-
мації омбудсменом.
Сукупність усіх засобів, їх реальне здійснення забезпечить
охорону навколишнього природного середовища, вирішення ба-
гатьох екологічних проблем, створить умови для поліпшення
життєдіяльності людини, захисту його основних прав і свобод.
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2.2.4. Особливості регулювання статистичної та іншої
інформації з відкритим доступом
Статистична інформація – це офіційно документована інформація,
яка надає кількісну характеристику подій та явищ, які виникають в
економічній, соціальній, культурній та інших сферах життя України.
Статистична інформація є відкритою та підлягає систематичному
оприлюдненню. Головним чином, створенням статистичної інформації
займаються органи державної статистики. Втручання інших органів
державної влади чи органів місцевого самоврядування, фізичних чи
юридичних осіб у діяльність органів державної статистики заборонено.
Статистична інформація – суто числова економічна, демографіч-
на або соціальна інформація. Така інформація збирається спеціаль-
ними державними органами та установами і надається органами
управління економікою та службами статистики (в тому числі не-
державними) у вигляді динамічного ряду, звітів, аналітичних оцінок,
прогнозів та ін. Поряд з факторами, що забезпечують комерційну
цінність інформації, до яких відносимо повноту, точність, оператив-
ність, особливе значення має доступність її споживачу.
Діяльність органів державної статистики пов’язана з проведен-
ням статистичного спостереження та наданням інформаційних пос-
луг, спрямованих на збирання, обробку, аналіз, розповсюдження,
зберігання та використання статистичної інформації. Органи держа-
вної статистики забезпечують рівний доступ до статистичної інфор-
мації юридичних і фізичних осіб.
Значною проблемою забезпечення права громадян на інформацію
є те, що збір статистичної інформації пов’язаний з втручанням упов-
новажених органів у внутрішні відносини та сфери діяльності респо-
ндентів (осіб, що надають первісну інформацію). В зв’язку з цим, за-
конодавець чітко встановив перелік джерел статистичної інформації
в Законі України “Про державну статистику” [160].
До таких джерел Закон відносить:
 первинні та статистичні дані про респондентів, що підлягають
статистичному спостереженню;
 адміністративні дані органів державної влади, органів місце-
вого самоврядування, інших юридичних осіб;
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 дані банківської та фінансової статистики, статистики платіж-
ного балансу;
 статистичну інформацію міжнародних організацій та статис-
тичних служб інших країн;
 оцінки та розрахунки, що здійснюються на основі статистич-
них служб інших країн.
Рішення про вибір джерела статистичної інформації приймають
органи державної статистики самостійно.
З метою забезпечення отримання повної, точної та своєчасної ін-
формації органи державної статистики мають право отримувати без-
оплатно, у визначеному порядку та строки від респондентів, до яких
відносяться центральні та місцеві органи місцевого самоврядування,
банки, громадяни-суб’єкти підприємницької діяльності та фізичні
особи, інформацію, необхідну для статистичного спостереження, в
тому числі інформацію з обмеженим доступом, а також пояснення,
які додаються до неї.
Згідно із Законом, робітники органів державної статистики вико-
ристовують метод безпосереднього відвідування помешкань і госпо-
дарських приміщень та будівель, земельних ділянок та ін.
Ця норма суперечить ст. 30 Конституції України, яка гарантує
недоторканність житла, а також ст. 32 Основного Закону, де гаранту-
ється невтручання в особисте та сімейне життя кожного.
Сьогодні ці норми законодавчо не врегульовані. Отримання відо-
мостей від громадянина потрібно здійснювати тільки за його згодою,
чи за особистим приписом виконання громадського обов’язку. Ще
раз потрібно зазначити, що надання відомостей про особисте життя
(конфіденційну інформацію) належить не до конституційних
обов’язків людини, а тільки до громадських. Не існує і не може існу-
вати юридичної відповідальності за відмову людини надавати інфо-
рмацію органам державної статистики, в тому числі при наданні не-
повної чи неточної інформації.
Забезпечення основних прав людини в демократичному суспільс-
тві переважає над громадськими обов’язками особи. Держава повин-
на визнати, що в правовому, демократичному суспільстві не існує
потреби тотальної перевірки економічних чи соціальних показників
життя громадян.
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Особливим питанням постає виконання припису неприпустимос-
ті збору, зберігання, використання та розповсюдження конфіденцій-
ної інформації про особу без її згоди, крім випадків, передбачених
Законом, і лише в інтересах національної безпеки, економічного до-
бробуту та захисту прав людини.
Разом з цим, Закон України “Про державну статистику” надає ор-
ганам державної статистики не тільки право відвідування житла, а й
самостійно, за власним розсудом, визначати, з яких сфер життя гро-
мадян буде отримуватися інформація. Фактично це є порушенням
Основного Закону і підлягає перегляду й узгодженню з основними
принципами демократичного суспільства. Безумовно, в українському
праві не можна встановлювати приписи – “крім випадків, передбаче-
них Законом” – тому що це обов’язково призводить до порушення
прав людини.
Збирання статистичної інформації передбачає дотримання кон-
ституційних принципів захисту кожного при отриманні інформації.
Закон закріплює права респондентів знати, які первинні дані про них
збираються в процесі статистичного спостереження, з якою метою,
ким, як та з якою метою будуть використовуватись.
Проблема пріоритету прав людини при регулюванні відносин
отримання статистичної інформації ускладнюється тим, що респон-
денти повинні безоплатно, в повному обсязі, в формах, що передба-
чені звітно-статистичною документацією, у визначені строки надава-
ти органам державної статистики достовірну статистичну інформа-
цію, в тому числі інформацію, яка відноситься до інформації з обме-
женим доступом, і бухгалтерську звітність.
У даному випадку, забезпечуючи виконання ст. 3 Конституції
України, де людина, її недоторканність і безпека визначаються най-
вищою соціальною цінністю, а права і свободи, їх гарантії визнача-
ють зміст і спрямованість діяльності держави, держава повинна від-
мовитись від недемократичних способів збирання інформації, вико-
ристовуючи тільки відомості, які можна отримати законним шляхом,
або відшкодовувати витрати за отримання інформації.
Вся первинна інформація, яка зібрана органами державної стати-
стики, негайно визнається конфіденційною та має розповсюджува-
тися лише в загальній формі, без посилок на персональні дані.
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Додатковою гарантією дотримання прав людини, яка закріпле-
на в ст. 21 Закону, є положення про те, що статистична інформа-
ція, яка отримана органами державної статистики в процесі стати-
стичних спостережень, не може вимагатися для ознайомлення або
з метою використання та прийняття рішень відносно конкретного
респондента іншими органами державної влади, органами місце-
вого самоврядування, іншими юридичними особами, об’єднан-
нями громадян, посадовими та іншими особами. Фактично це
означає, що будь-які дані, які можуть бути зібрані органами дер-
жавної статистики і використані, наприклад, у ході оперативно-
розшукової діяльності, не можуть стати доказами в судовому за-
сіданні стосовно окремого громадянина. Тобто, закріплено гаран-
тію не заподіяння шкоди респонденту в зв’язку з його статистич-
ної діяльністю.
Як окрема норма, встановлено припис, що завжди потрібно
отримати попередню згоду респондента про розповсюдження інфо-
рмації про нього, якщо можливе встановлення його особи.
Для забезпечення доступу громадян, юридичних осіб до статис-
тичної інформації в органах державної статистики створено спеціа-
льні інформаційні служби.
Законодавчо закріплено режим доступу до статистичної інфор-
мації. До режимів доступу належать:
 систематичне оприлюднення інформації в друкованих видан-
нях державних органів;
 розповсюдження статистичної інформації засобами масової
інформації;
 безпосереднє її надання органам державної влади і місцевого
самоврядування, а також юридичним та фізичним особам
[160].
З практичного досвіду ми знаємо, що деклараційні норми не мо-
жуть виконуватися без матеріального, фінансового, організаційного
забезпечення. Тому Закон повинен встановлювати періодичність
оприлюднення відомостей, друковані видання, які забезпечують
оприлюднення відомостей, мати фінансову підтримку для відкритої
статистичної інформації. Вирішення цих проблем забезпечить реа-
льне здійснення основних прав і свобод людини в отриманні статис-
тичної інформації.
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Фізичним особам забезпечується вільний та безоплатний дос-
туп до статистичної інформації. Законом потрібно визначити безо-
платність доступу до всієї статистичної інформації. Поки що, май-
же в усіх випадках, запитувач повинен відшкодовувати витрати,
пов’язані з виконанням запитів і наданням статистичної інформа-
ції.
Обмеженням права на отримання статистичної інформації є вста-
новлення переліку відомостей, які не розповсюджуються серед зага-
лу в зв’язку з їх специфікою. До таких відомостей належить інфор-
мація, яка носить внутрішньовідомчий характер або повинна вико-
ристовуватись для подальших розрахунків звідних даних, а також
для розробки звітно-статистичної та іншої документації, державних
класифікаторів техніко-економічної та соціальної інформації, що пе-
редують їх прийняттю або затвердженню.
Суттєвими висновками питання забезпечення права людини на
статистичну інформацію можна вважати:
 встановлення суворих процедур та інституційних гарантій на-
дання судових дозволів органам державної влади, правоохо-
ронним органам, політичним партіям, юридичним особам на
отримання першоджерельних даних, що становлять конфіден-
ційну інформацію і знаходяться в статистичних органах для
створення статистичних даних;
 встановлення норм персональної відповідальності посадових
осіб за незаконне розповсюдження персоніфікованої інформа-
ції, яка збирається для статистичної обробки;
 на державному рівні законодавчо встановити персоніфіковані
дані, надання яких для статистичної обробки може вважатися
громадським обов’язком;
 законодавчо визначити періодичність оприлюднення окремих
видів статистичної інформації, яка обов’язково повинна нада-
ватися суспільству, а її розповсюдження матеріально-
фінансово забезпечується державним бюджетом.
Окремим видом відкритої інформації є інформація про умови
підприємницької діяльності. Кожна людина має право на захист
особистих прав і інтересів, у тому числі при здійсненні підприємни-
цької чи іншої трудової діяльності. Особливістю захисту прав є до-
звіл на безпосереднє втручання компетентних органів державної
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влади в діяльність організацій, підприємств, установ з метою запобі-
гання та усунення порушень, гарантованих Конституцією прав і сво-
бод громадян. При умові вільного розпорядження власністю, збере-
ження комерційної таємниці – підприємець, що здійснює діяльність з
використанням праці найманих працівників, зобов’язаний тримати
частину інформації, яка стосується умов праці в режимі відкритої
інформації.
Виходячи зі змісту ст. 43 Конституції України, гарантується за-
хист кожній людині для забезпечення безпечних і рівних умов праці,
доступу до професії та навчання, отримання заробітної платні, не
нижчої від визначеної законом при обов’язковій, повній та своєчас-
ній оплаті. Крім того, держава має обов’язок особливо контролювати
безпечність праці жінок та неповнолітніх, не припускати застосу-
вання примусової праці суб’єктами господарювання, гарантувати за-
хист людини від незаконного звільнення [4].
Зрозуміло, що для виконання обов’язку органи державної влади
повинні мати законодавчо встановлені ефективні засоби моніторингу
та примусового впливу на суб’єктів підприємницької діяльності. За-
конодавцю слід пам’ятати, що захист прав та свобод є обов’язком
держави, незалежно від спрямованих дій самих громадян на самоза-
хист або вимоги працівників на такий захист.
Потрібно враховувати, що правова та громадська свідомість
окремих громадян ще не досить висока. Не кожний працівник здат-
ний та бажає захищати власні інтереси, стикаючись з протиправними
діями роботодавців, особливо це стосується соціально слабо захи-
щених громадян.
Гарантований державний захист громадян у сфері трудових від-
носин, а також гарантування самозахисту буде визначати Україну як
соціальну державу. Це вимагає законодавчого закріплення інформа-
ції про умови підприємницької діяльності як окремий інститут інфо-
рмаційного права.
Законодавство України, в цілому, здійснює регулювання трудо-
вих відносин, але сьогодні нагальною потребою для роботодавців,
працівників та органів державного контролю є чітке законодавче ро-
змежування комерційної інформації з обмеженим режимом доступу
та інформації про умови підприємницької діяльності як виду відкри-
тої інформації.
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Кожний суб’єкт інформаційних відносин повинен знати, яка ін-
формація може вимагатися від власника підприємства, незалежно від
форми господарювання, на постійній основі. Згідно з конституцій-
ними нормами, роботодавець зобов’язаний на постійній основі без-
коштовно створювати та передавати інформацію державним органам
влади, профспілкам, громадським об’єднанням і зацікавленим гро-
мадянам про умови безпечної діяльності працівників, розмір винаго-
роди за працю та своєчасність її виплати, доступ до професій та на-
вчання та іншу інформацію, що має режим відкритої.
Державні органи влади відповідно до режиму доступу до інфор-
мації про умови підприємницької діяльності мають повноваження:
 вимагати своєчасну звітність від суб’єктів підприємницької
діяльності про безпечність умов праці, обсяги та своєчасність
оплати праці;
 здійснювати фіксування та відпрацювання звітів з подальшим
створенням статистичної інформації;
 перевіряти факти порушень трудового законодавства за зая-
вами громадян;
 згідно з планами перевірок, обстежувати умови праці на окре-
мих підприємствах, особливо пов’язаних із шкідливими умо-
вами праці;
 вимагати від роботодавців відновлення або створення безпеч-
них умов праці або відновлення порушених прав працівників;
 застосовувати владний примус держави до суб’єктів господа-
рювання при порушенні прав та свобод працівників локальни-
ми актами керівників;
 застосовувати примусову силу держави до суб’єктів підприє-
мницької діяльності при умові порушення ними екологічного,
трудового законодавства.
Створення, використання, розповсюдження перекрученої, хибної
інформації чи приховування такої переслідується кримінальним за-
конодавством. Так, статтею 173 Кримінального кодексу України пе-
редбачається кримінальна відповідальність суб’єктів підприємниць-
кої діяльності, незалежно від форм власності, окремих громадян чи
уповноважених ними осіб, за грубе порушення угоди про працю або
за застосування примусової роботи чи роботи, не обумовленої тру-
довою угодою шляхом обману чи зловживання довірою. В юридич-
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ній практиці використовується теза про створення та використання
громадянином, суб’єктом підприємницької діяльності або уповнова-
женими ними особами інформації, яка вводить в оману щодо умов
трудового договору.
Законодавство України, не маючи системно оформленої галузі
інформаційного права, залишає значні прогалини в системі українсь-
кого права, що значно зменшує можливості, в першу чергу, захисту
прав людини. Наприклад, диспозиція ст. 172 Кримінального кодексу
України “Грубе порушення законодавства про працю” є бланкетною,
тому для з’ясування характеру порушення слід звертатися до відпо-
відних норм Кодексу законів про працю України [135, 100]. Але та-
кож “під грубим порушенням законодавства про працю слід розумі-
ти будь-яке інше, крім незаконного звільнення працівника з роботи,
порушення законодавства про працю, яке істотним чином порушило
чи могло порушити право громадянина на працю. Це може бути: ви-
дання наказу про звільнення та/або невидача трудової книжки особі
[занесення відповідних записів чи надання документів], порушення
порядку розгляду трудових спорів” [161, 383].
Тобто, бланкетна диспозиція повинна бути звернена не тільки до
Кодексу законів про працю України, а й до законодавчо встановле-
ного регулювання режиму відкритого доступу до інформації про
умови підприємницької діяльності. На думку автора, саме цей підхід
може визначити головні пріоритети судової та юридичної практики,
якщо це знайде своє законодавче закріплення.
Слід зазначити, що певний державний примус встановлено також
і в Кодексі України про адміністративні правопорушення. Так, стат-
тею 413 передбачається відповідальність посадових осіб за “нена-
дання інформації для ведення колективних переговорів та здійснення
контролю за виконанням колективного договору, угод”, а також за
“порушення санітарно-гігієнічних та санітарно-епідеміологічних
правил та норм” [142].
Потрібно зауважити, що законодавством України в більшості
врегульовано основні правові аспекти трудових відносин у різних
законодавчих актах. Наприклад, інформація про правові відносини
між роботодавцем, незалежно від форми власності, та працівником
підлягають державному контролю при проходженні військової слу-
жби [162], в тому числі альтернативної [163].
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Оскільки завданням інформаційного кодексу буде встановлення
ефективних засобів правового регулювання інформаційних відносин у
системі українського права, то відокремлення та віднесення інформації
про умови підприємницької діяльності до режиму відкритої інформації
буде цілком відповідати вимогам Основного Закону та надасть реаль-
ний зміст захисту прав і законних інтересів працівників, роботодавців.
Важливим напрямом охорони інтересів громадян у доступі до ін-
формації про умови підприємницької діяльності є обов’язок держави
забезпечити захист конкуренції у підприємницькій діяльності, захис-
тити права споживачів, здійснювати контроль за якістю і безпечніс-
тю продукції та всіх видів послуг і робіт [4].
Подальший розвиток конституційної норми про обов’язок держа-
ви забезпечити захист прав споживачів встановлено в Законі України
“Про захист прав споживачів”. “Споживачі, які перебувають на те-
риторії України під час придбання, замовлення або використання то-
варів (робіт, послуг) для задоволення своїх побутових потреб, мають
право на ... державний захист своїх прав” (ст. 3), а також зазначені
відповідні гарантії державного захисту (ст. 4).
Інформація про наявність і безпечність продуктів, товарів, послуг
не може бути віднесена до комерційної таємниці й потребує законо-
давчого закріплення в якості виду інформації з відкритим доступом.
Правове розмежування в єдиному правовому акті між комерційною
таємницею та відкритою інформацією про умови підприємницької
діяльності надасть ефективні можливості для виконання функцій
держави виконавчим органам державної влади.
По-перше, підвищення якості та кількості товарного продукту,
товарів, послуг зміцнює економічний добробут держави. Заохочення
владою підприємців створювати та надавати інформацію про умови
підприємницької діяльності забезпечує як рекламу товарів, виробни-
ків, так і рівень конкуренції. Відкрита боротьба за споживача перед-
бачає зниження цін та підвищення якості товарів чи послуг.
По-друге, визнання інформації про умови підприємницької дія-
льності інформацією з відкритим доступом забезпечує можливість
владним органам здійснювати моніторинг і забезпечити реальність
контролю за дотриманням конкуренції, виявляти форми прихованої
монополії, змови виробників, постачальників, продавців або факти
недобросовісної конкуренції.
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Існуючі стандарти та методики визначення безпечності товарів,
послуг і робіт, за визначенням українських фахівців, задовольняють
українського споживача та відповідають, а іноді перевищують стан-
дарти вросоюзу. Закон України “Про захист прав споживачів”
установлює правові гарантії споживачів на отримання необхідної,
доступної, достовірної та своєчасної інформації про товари (роботи,
послуги), їх кількість, якість, асортимент, а також інформацію про їх
виробника (виконавця, продавця) [136].
Важливим елементом демократизації українського суспільства
при законодавчому визначенні інформації про умови підприємниць-
кої діяльності, як інформації з відкритим доступом, стане реальна
участь громадян, громадських об’єднань у здійсненні моніторингу
наявності здорової конкуренції, будуть створені умови співпраці
громадськості з органами державної влади.
Серед інших видів відкритої інформації ми можемо назвати соці-
ологічну, масову інформацію, а також інформацію довідково-
енциклопедичного характеру.
Одним із видів відкритої інформації є соціологічна інформація,
під якою розуміються документовані або публічно оголошені відо-
мості про відношення окремих громадян або соціальних груп до
громадських процесів чи явищ, фактів. Основним джерелом таких
відомостей є документи з підсумками соціологічних опитувань, спо-
стережень та ін.
При отриманні соціологічної інформації людина сама вирішує –
яку інформацію вона бажає отримати чи не отримувати взагалі; на-
скільки особа має довіру до першоджерел; як буде використовувати-
ся отримана інформація. Якщо людина бажає використати отриману
інформацію, надавши їй будь-який вигляд, Законом не передбача-
ються будь-які дозволяючі чи забороняючі норми.
Свобода використання інформації стосується також масової ін-
формації. Закон України “Про інформацію” надає наступне визна-
чення: “Масова інформація – це публічно поширювана друкована та
аудіовізуальна інформація”. Друкованими засобами масової інфор-
мації є періодичні друковані видання (преса) та разові видання. По-
літичні, економічні, військові та інші новини, що цікавлять предста-
вників різних соціальних груп, поширюються за допомогою засобів
масової інформації, іншими способами, які не заборонені законом.
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Головним фактором успіху є оперативність (новини, які відбу-
дуться завтра, повинні бути надруковані попереднього дня), точність
(відповідність фактам без коментарів та власних оцінок, відсутність
перекручень) і достовірність прогнозів (сплачують лише за прогно-
зи, які збуваються).
Масова інформація має велике значення не тільки як комерційна
інформація, тобто така, яка має ціну, а й має значний вплив на сві-
домість населення, може спрямовувати громадян на ті чи інші дії.
Законодавець також відносить до відкритої інформації відомості до-
відково-енциклопедичного характеру, тобто систематизовані, докумен-
товані або публічно оприлюднені відомості про суспільне, державне
життя, охорону навколишнього природного середовища та інші.
Основними джерелами довідково-енциклопедичної інформації є
енциклопедії, словники, довідники, документовані відомості, а та-
кож довідки, що надаються уповноваженими на те державними ор-
ганами влади та рішення місцевого самоврядування, об’єднаннями,
громадськими організаціями, а також відкрита інформація автомати-
зованих інформаційних систем.
Така інформація ще має назву інформації для спеціалістів – біб-
ліографія та першоджерела. Її відмінності від нормативної та іншої
інформації (хто, що, де, коли і на яких умовах) у тому, що вона від-
повідає на питання – навіщо, як і що відбудеться, якщо... – та приз-
начена не тільки для широкого загалу користувачів, а, в більшості,
для співробітників функціональних (у т. ч. інженерних і науково-
дослідницьких) служб.
Система довідково-енциклопедичної інформації та режим досту-
пу до неї регулюється архівним, бібліотечним та іншим спеціальним
законодавством і галузевими підзаконними актами.
2.3. Право на інформацію з обмеженим доступом
як субінститут права власності
Інформаційне законодавство України одним із видів інформації на-
зиває інформацію з обмеженим доступом, яка за правовим режимом
доступу поділяється на конфіденційну і таємну. Види режимів доступу
до інформації з обмеженим доступом та їх особливості надані на поча-
тку розділу. Нагадаємо лише основні принципові поняття.
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Конфіденційна інформація – це відомості, що знаходяться у
володінні, користуванні чи розпорядженні окремих фізичних чи
юридичних осіб, і поширюються за їх бажанням відповідно до пе-
редбачених умов.
Питання про права на інформацію в умовах інформаційного
ринку в науковій літературі безпосередньо не поставало й обгово-
рювалося лише у контексті інших проблем. О. Кохановська дослі-
джує регулювання майнових і немайнових правовідносин,
Ю. Капіца вивчає питання регулювання інформаційних правовід-
носин у сфері інтелектуальної власності, М. Стрельбицький,
М. Вертузаєв, О. Юрченко та Ю. Мірошник – проблеми захисту
національної безпеки України, С. Коталейчук – реалізацію та за-
хист персоніфікованої інформації у мережі Інтернет [164, 47–48].
Використовуючи загальнонаукові методи дослідження особли-
востей інформації з обмеженим доступом, дамо характеристику
нових моментів, що виникли в межах загальнотеоретичних розро-
бок. Тобто, в процесі розгляду теми, при аналізі теоретичного та
фактологічного матеріалу, обґрунтуємо низку теоретичних поло-
жень, що мають походження із розвитку існуючих форм правово-
го регулювання сучасних інформаційних відносин у спектрі за-
безпечення права на інформацію.
Громадяни, юридичні особи, що володіють інформацією про-
фесійного, ділового, виробничого, банківського, комерційного та
іншого характеру, отриману на власні кошти, чи таку, котра є
предметом їх професійного, ділового, виробничого, банківського,
комерційного інтересу і не порушує передбаченої законом таєм-
ниці, самостійно визначають режим доступу до неї, включаючи
приналежність її до категорії конфіденційної, і встановлюють для
неї систему (способи) захисту [35].
В даному випадку Закон надає власнику інформації право са-
мостійно приймати рішення про встановлення режиму доступу до
неї. Власник, якщо він визнає інформацію, якою він володіє, ін-
формацією з обмеженим доступом, то власник самостійно встано-
влює заходи забезпечення режиму доступу, створює умови для її
зберігання.
Треба зазначити, що право, не регулюючи особистих немайно-
вих відносин, не пов’язане й з відносинами майновими, тільки
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охороняє деякі з них, якщо це прямо передбачено законом [165,
12].
Загальновизнаними відомостями, які відносяться до конфіден-
ційної інформації, є медична, нотаріальна, адвокатська таємниця,
таємниця листування, телефонних переговорів, поштових відпра-
влень, телеграфних чи інших повідомлень; відомості, що
пов’язані з комерційною діяльністю, доступ до якої обмежено ві-
дповідно до Закону; відомості про сутність винаходу до офіційно-
го оприлюднення. О. Ботвінкін та В. Ворожко також пропонують
визнавати таємницю голосування, страхування, усиновлення, вне-
сків (рахунків), інформації у поштовому зв’язку, псевдоніму [166,
41, 53–55].
Правовідносини, пов’язані з правом на конфіденційну інфор-
мацію, регламентуються відповідним спеціальним законодавст-
вом, яке встановлює як право на зберігання відомостей, що має
власник, так і відповідальність третіх осіб, які розголосили конфі-
денційну інформацію, без дозволу власника.
Виняток складає інформація комерційного і банківського хара-
ктеру, а також інформація, правовий режим якої встановлений
Верховною Радою України (з питань статистики, екології, банків-
ських операцій, податків і т. ін.), та інформація, приховування
якої являє загрозу життю і здоров’ю людей.
Не вирішене важливе питання доступу до конфіденційної ін-
формації самої людини. Суб’єкти, що надають інформацію про
себе з метою комплектування інформаційних ресурсів країни, по-
винні мати право безоплатно користуватися цією інформацією
[167, 38].
Таким чином, під конфіденційною інформацією розуміють до-
кументовану інформацію, доступ до якої обмежується у відповід-
ності з законодавством. Не кожна інформація може бути прого-
лошена конфіденційною. Гарантом не заподіяння шкоди фізич-
ним, юридичним особам та суспільству, при встановленні обме-
ження доступу до інформації, є встановлення Законом чітко ви-
значених відомостей, доступ до яких не може бути обмеженим.
Слід визнати, що законодавча норма, яка встановлює охорону
тільки документованої інформації, не забезпечує реальний захист
прав у інформаційних відносинах. Так, фактично, поза законодав-
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чим захистом залишаються адвокатська таємниця, усні ділові уго-
ди, значна частина оперативно-розшукової діяльності та інше.
Тому позиція деяких дослідників [168, 22; 169, 39; 170, 110] щодо
регулювання виключно документованої інформації на матеріаль-
ному носії здається спірною.
Доступ сторонніх осіб до конфіденційної інформації обмеже-
ний. Це означає, що вказаний доступ можливий або тільки за зго-
дою її власника, або за наявності прямої вказівки закону без його
згоди, але з дотриманням підстав, умов та порядку її отримання та
використання [171, 43].
Відомості про приватне життя, особисті, сімейні таємниці мо-
жуть бути довірені священику, лікарю, адвокату, нотаріусу без
сумніву щодо їх розголошення, оскільки ці особи несуть юридич-
ну (лікар, нотаріус), корпоративну (адвокат) або релігійну (свя-
щеник)відповідальність [172, 65].
Слід зазначити, що Закон України “Про інформацію”, визнаю-
чи відомості, що охороняються, тільки як документовану інфор-
мацію, не передбачає захисту інформації, яка є захищеною інши-
ми законами і не має будь-якого фіксованого закріплення. Таке
становище є загрозою правам людини. Таємниця слідства, нарад-
чої кімнати суддів, адвокатська та нотаріальна таємниця, таємни-
ця сповіді не завжди передбачають письмове чи інше фіксування,
але як конфіденційна інформація має найбільш складний захист,
ніж документована інформація.
До таємної інформації належить інформація, яка містить відо-
мості, що складають державну й іншу, передбачену законом, тає-
мницю, розголошення якої заподіює шкоду особі, суспільству і
державі.
Віднесення інформації до категорії таємних відомостей, що
складають державну таємницю, і доступ до неї громадян здійсню-
ється відповідно з Законом про інформацію.
Порядок обороту таємної інформації та її захист визначається
відповідними державними органами за умови дотримання вимог,
установлених цим Законом.
Порядок і терміни обнародування таємної інформації визнача-
ються відповідним законом.
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2.3.1. Забезпечення права людини на особисту таємницю.
Пріоритет прав людини при збиранні та використанні інфор-
мації про громадянина
Повага до особистого життя громадянина є одним із важливих
аспектів індивідуальної свободи. Це право визначає надану людині
та гарантовану державою можливість контролювати інформацію про
самого себе, запобігати розголошенню відомостей особистого, інти-
много характеру.
Приватне життя визначається самою людиною, індивідом і пе-
редбачається, що приватне життя не може контролюватися або за-
знавати будь-яке інше зовнішнє втручання. На цій підставі теорія
права відокремлює такий вид конфіденційної інформації, як особис-
та таємниця. Законодавство не може втручатися в сферу приватного
життя, воно призначено захищати таке життя від будь-якого неза-
конного втручання.
Особисті права характеризуються: невідчужуваністю, відсутніс-
тю економічного змісту, абсолютним характером [173, 16].
Причина спеціального відокремлення поняття “персональні дані”
із загальної маси різноманітних даних пов’язана з тим, що вони є од-
ним із найбільш важливих, делікатних та вразливих атрибутів недо-
торканності приватного життя людини [174, 11; 175, 54].
Право на недоторканність приватного та сімейного життя нале-
жить до основних особистих (громадянських) прав людини і грома-
дянина, займає центральне місце серед конституційних норм, які за-
хищають права та свободи людини і громадянина.
Стаття 32 Конституції України проголошує: “Ніхто не може за-
знавати втручання в його особисте і сімейне життя, крім випадків,
передбачених Конституцією України”. Це означає, що особиста тає-
мниця захищається на вищому законодавчому рівні. Тільки Консти-
туція може встановлювати обмеження, а самі права на особисту тає-
мницю не можуть бути обмежені й в умовах воєнного або надзви-
чайного стану. Крім того, законодавець передбачив і встановив межі
недоторканності приватного життя, форми його охорони від неза-
конного вторгнення.
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Під інформацією про громадян розуміються відомості про факти,
події та обставини життя громадянина, які дозволяють ідентифікува-
ти особу. Закон України визначає, що інформація про громадян – це
документовані або публічно оголошені відомості про особу, надаю-
чи роз’яснення, що основними даними про особу (персональними
даними) є: національність, сімейний стан, освіта, релігійність, стан
здоров’я, а також адреса, дата і місце народження [35]. Ці дані відно-
сять до конфіденційної інформації, а тому доступ до їх отримання та
використання обмежений.
Обсяг компонентів, що визначають особисті права, дуже значний.
На думку Л. Красавчикової, особисте життя людини, що являє собою
комплекс особистих немайнових благ і низку компонентів, склада-
ється з декількох блоків: 1) власного особистого життя, розглядува-
ного як індивідуальне буття особистості; 2) особистісних елементів у
явищах, зв’язках і відносинах контактної зони [176, 27].
Джерелами документованої інформації про особу є видані на її
ім’я документи, підписані нею документи, а також відомості про
особу, зібрані державними органами влади та органами місцевого і
регіонального самоврядування в межах своїх повноважень.
Закон також закріплює доступ до таких джерел інформації. В
Україні захист конфіденційної інформації про особу захищений кон-
ституційними нормами. “Не допускається збирання, зберігання, ви-
користання та поширення конфіденційної інформації про особу без її
згоди, крім випадків, визначених законом, і лише в інтересах націо-
нальної безпеки, економічного добробуту та прав людини”[4].
Подальший розвиток конституційна норма отримала в Законі
України “Про інформацію”, де забороняється збирання відомостей
про особу без її попередньої згоди, за винятком випадків, передбаче-
них законом [45].
Крім того, кожна особа має право на ознайомлення з інформаці-
єю, зібраною про неї, а сама інформація про особу охороняється За-
коном, тобто її використання можливо тільки на законних підставах і
в межах, обумовлених законом.
Закон гарантує неприпустимість збору, зберігання, використання
та розповсюдження інформації про приватне життя, а також інфор-
мації, що порушує особисту та сімейну таємницю, таємність листу-
вання, телефонних переговорів, поштових, телеграфних та інших по-
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відомлень фізичної особи без її згоди. Закон передбачає, що підста-
вою для порушення права людини може бути лише мотивоване рі-
шення суду.
Таким чином, демократична цивілізована держава тільки у ви-
ключних випадках, на підставі Закону та спеціального судового рі-
шення, може порушити недоторканність приватного життя людини,
ознайомитись з його переговорами або іншими повідомленнями.
Зрозуміло, що вимушена необхідність збору відомостей про при-
ватне життя громадянина може виникнути тільки при умові бороть-
би зі злочинністю чи для охорони здоров’я та безпеки інших грома-
дян.
Статтею 64 Конституції України закріплено, що будь-яке інше,
крім випадків, прямо вказаних у Законі, втручання в особисту, сі-
мейну таємницю або недоторканність приватного життя, посягання
на честь, гідність та добре ім’я, не можливе також і в умовах воєнно-
го або надзвичайного положення.
До змісту права на охорону приватного життя належить також
охорона таємниці всіх елементів особистого життя приватної особи,
оприлюднення яких фізична особа з будь-яких причин вважає неба-
жаним. До таких відомостей можна віднести таємницю заповіту,
усиновлення, лікарські діагнози, таємниця грошових вкладів, що-
денникової інформації та інші відомості.
Принцип невтручання в особисте та сімейне життя людини пе-
редбачає кожному члену суспільства гарантовану державою можли-
вість контролювати збір та обробку інформації про власне приватне
життя. Зрозуміло, що поряд з цим, законодавство встановлює доста-
тньо детальну регламентацію до державних органів, що мають право
збирати та обробляти інформацію про громадян. Такі вимоги вста-
новлюються в спеціальних і галузевих законах, корпоративних нор-
мах [177]. Прикладом є Кримінально-процесуальний кодекс України,
Закон України “Про адвокатуру” та інші.
Без згоди особи – збирання, зберігання, використання інформації
про її приватне життя неприпустимі. Відомості про особистість, які
збираються компетентними органами, повинні відповідати меті зби-
рання та використання цих даних. Персональні дані не можуть бути
використані з метою заподіяння майнової та моральної шкоди гро-
мадянину, зменшення чи обмеження реалізації прав і свобод грома-
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дянина України. Обмеження прав громадян України на основі вико-
ристання інформації про їх соціальне походження, расову, націона-
льну, мовну, релігійну, партійну належність чи майновий, посадовий
стан заборонене та карається згідно з кримінальним чи адміністрати-
вним законодавством. Кожен має право знати: ким, коли збирається
інформація про нього; ким, як і з якою метою вона буде використана.
Вимоги про дотримання конфіденційності особистої інформації
ставляться до фізичних та юридичних осіб, які відповідно зі своїми
повноваженнями мають інформацію про громадян. За правилом, такі
особи при отриманні та використанні інформації несуть відповідаль-
ність за порушення режиму захисту відповідно до законодавства.
Особисті, приватні таємниці, що довіряються представникам ряду
професій для захисту прав та законних інтересів громадян, вже слід
розглядати як професійну таємницю.
До таких таємниць відносять, наприклад, медичну, адвокатську
таємницю, таємницю попереднього слідства, нотаріальних дій, таєм-
ницю сповіді. Суб’єкти, що за спеціальними дозволами отримують
відомості про особу у вигляді професійної таємниці, несуть юридич-
ну відповідальність за її розголошення.
Одним з найважливіших чинників забезпечення правового стату-
су пацієнта у медичному праві є законодавче врегулювання обігу
медичної інформації. Існуюча у медичних закладах інформація про
пацієнта розглядається щонайменше, з двох підстав.
По-перше, медична інформація про пацієнтів, що знаходиться у
розпорядженні фахівців – медиків, є необхідною умовою прогресу
медичної науки, перспективою отримання нових наукових знань, а
також може бути використана для поліпшення здоров’я інших осіб.
По-друге, така інформація, безумовно, визнається конфіденцій-
ною інформацією про особу, тобто власністю окремих фізичних осіб.
Конфіденційна медична інформація з обмеженим доступом по-
винна зберігатися та поширюватися виключно за бажанням власника
інформації відповідно до передбачених умов.
Питання про особливості правового захисту прав пацієнта на
конфіденційну медичну інформацію в науковій літературі безпосе-
редньо не поставало та обговорювалося лише у контексті інших про-
блем. В. А. Суховерхий, В. А. Ойзенгіхт, А. М. Савицька,
М. С. Малеін досліджують правовідносини між лікарськими устано-
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вами та пацієнтами з точки зору укладення цивільно-правових дого-
ворів. Г. І. Петров розглядає дані відносини як сферу адміністратив-
ного права. Р. І. Іванова, В. А. Тарасова розглядають медичне право
як підгалузь права соціального забезпечення.
Зауважимо, що захист прав людини, в тому числі права на інфор-
мацію, є основним конституційним правом. З цієї точки зору, забез-
печення права людини, в тому числі на медичну інформацію, визна-
чає як рівень демократичності самої держави, так і рівень інтеграції
національного права у світове співтовариство, відповідність права
міжнародно-правовим стандартам.
Конституція України закріпила право громадян на охорону здо-
ров’я, медичну допомогу та медичне страхування (ст. 49). Необхідно
відрізняти права та обов’язки громадян у сфері охорони здоров’я й,
відповідно, обов’язки держави щодо його забезпечення, і права паці-
єнтів при користуванні медичною інформацією.
Розглянемо перший комплекс проблем, що пов’язаний з право-
вим визначенням медичної інформації. Медична інформація – це ви-
знаний законом вид конфіденційної інформації, інформації з обме-
женим доступом, яка включає будь-які документи та незафіксовану
довірчу інформацію щодо діагностики, лікування чи профілактики
захворювання, а також про особисте, сімейне життя або інші відомо-
сті про пацієнта, які стали відомі медичним працівникам у процесі
надання медичної допомоги.
Слід визнати, що законодавча норма Закону України “Про інфо-
рмацію”, яка встановлює охорону виключно документованої інфор-
мації на матеріальному носії, не забезпечує реальний захист прав
людини в інформаційних відносинах [45]. Значна частина інформації
про особу, яку лікар отримує безпосередньо від пацієнта, не фіксу-
ється в документах, але така інформація, за загальним правилом, не-
обхідна для лікування і повинна охоронятися як конфіденційна.
Конфіденційна медична інформація – це відомості, що знаходять-
ся у володінні, користуванні чи розпорядженні окремих фізичних чи
юридичних осіб і поширюються за бажанням останніх відповідно до
передбачених ними умов. До видів конфіденційної медичної інфор-
мації слід відносити: інформацію про звернення про медичну допо-
могу; інформацію про встановлені діагнози; інформацію про надану
медичну допомогу; інформацію про проведення медичних оглядів та
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медичних обстежень; інформацію про біомедичні дослідження; інші
відомості про пацієнтів, що стали відомими працівникам медичної
сфери у процесі надання медичної допомоги.
Закон України “Про інформацію” наголошує, що громадяни,
юридичні особи, які володіють інформацією професійного, ділового,
виробничого, банківського, комерційного та іншого характеру,
отриманою на власні кошти чи таку, котра є предметом їх професій-
ного, ділового, виробничого, банківського, комерційного інтересу і
не порушує передбаченої законом таємниці, самостійно визначають
режим доступу до неї, включаючи приналежність її до категорії
конфіденційної, і встановлюють для неї систему (способи) захис-
ту [45].
В даному випадку Закон надає право власнику інформації медич-
ного характеру самостійно приймати рішення про встановлення ре-
жиму доступу до неї. Власник, якщо він визнає інформацію, якою
він володіє, інформацією з обмеженим доступом, самостійно встано-
влює заходи забезпечення режиму доступу, створює умови для її
зберігання.
Однак виникає питання – хто саме є власником медичної інфор-
мації? За нормою Закону зрозуміло, що власником необхідно визна-
ти фізичну особу – пацієнта, але в жодному випадку не можна про-
понувати юридичній особі – лікувально-медичному закладу відмо-
витися від зберігання та використання медичної інформації. Особли-
во це стосується інформації про біомедичні дослідження, що здійс-
нюються за згодою пацієнта, але за рахунок установи.
Визнаючи пацієнта власником медичної інформації про конкрет-
ну особу, встановлюється для компетентних медичних працівників
обов’язок надавати пацієнту всю існуючу інформацію. Крім того,
вважається необхідним закріпити можливості фізичної особи вста-
новлювати бажаний режим доступу до неї сторонніх осіб. У тому
числі, за законних підстав, вимагати за рішенням суду знищення
будь-яких відомостей щодо інформації, за якою можна ідентифіку-
вати конкретного громадянина.
Саме обов’язок компетентних медичних працівників і медично-
лікувальних закладів надавати повну інформацію (всі відомості про
особу пацієнта) закріплений у ст. 32 Конституції України, п. “е” ст. 6
та ст. 39 Закону України “Основи законодавства України про охоро-
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ну здоров’я”, ч. 5 ст. 23 Закону України “Про інформацію”, рішенні
Конституційного Суду України № 5–зп від 30 жовтня 1997 року.
Під “наданням повної інформації” слід розуміти всі наявні у від-
повідній медичній установі документальні дані, що зібрані про особу
пацієнта, а також відомості про стан здоров’я, історію захворювання,
можливі ризики, викликані захворюванням або пропонованим ліку-
ванням, відомості про освіту, кваліфікацію і компетенцію практику-
ючого лікаря і відповідно медичного персоналу, включаючи дані про
медичні послуги та їх альтернативи і про те, яким чином ними мож-
на скористатися у лікувально-профілактичній установі, що надає до-
помогу пацієнту.
Кожний з нас у своєму житті неодноразово звертається до лікаря.
Кожна людина має справу з інформацією, яка стосується його здо-
ров’я. Проблемним питанням залишається право на отримання такої
інформації та запобігання несанкціонованому використанню такої
інформації третіми особами. Законодавство України поки що не
приведене у відповідність з європейськими стандартами у галузі за-
хисту персональних даних у зв’язку із прийняттям України до Ради
вропи [178, 24].
Вітчизняним законодавством не повністю визначено режим зби-
рання, зберігання, використання та поширення інформації, зокрема
щодо психічного стану людини, її примусового огляду та лікування,
не створено процедуру захисту прав особи від протизаконного втру-
чання в її особисте життя.
Проблема встановлення пріоритету права громадянина виникає з
початку доступу до інформації. Відомчі інструкції взагалі не перед-
бачають можливості отримання медичної інформації законними
представниками хворого, а надання інформації громадянину, її обсяг
цілком залежить від лікаря. В той же час, будь-який чиновник має
право в будь-який час не тільки вимагати від лікаря інформацію про
стан здоров’я будь-якого хворого, а й “висловити” бажаний діагноз і
прогноз розвитку хвороби.
Демократична цивілізована держава тільки у виключних випад-
ках, на підставі Закону та спеціального судового рішення може по-
рушити недоторканність приватного життя людини, в тому числі
ознайомитись з його медичною інформацією. Зрозуміло, що виму-
шена необхідність збору відомостей про приватне життя громадяни-
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на може виникнути тільки у разі боротьби зі злочинністю чи для
охорони здоров’я та безпеки інших громадян.
Значні проблеми забезпечення права людини на отримання інфо-
рмації про стан власного здоров’я виникають при зверненні до нар-
кологічних установ чи установ, які визначають ступінь тяжкості ті-
лесних ушкоджень. Сьогодні відомчі інструкції передбачають, що ні
громадянин, ні його законний представник не мають права отримати
документальну інформацію про існуючі в цих закладах відомості про
себе, ні звернутися прямо, з метою отримання медичних висновків.
Для проведення будь-яких досліджень потрібен дозвіл компетентних
органів, найчастіше ними виступають органи внутрішніх справ. У
той же час, будь-яка особа, що має посвідчення міліціонера, може
зобов’язати медичну установу провести перевірку стану здоров’я
будь-якого громадянина та отримати на руки довідку про проведене
медичне обстеження. Юридична практика свідчить, що такі обсте-
ження найчастіше проводяться за запитами інспекторів ДАІ, патру-
льно-постової служби. Причому документи безпосередньо отримує
саме молодший склад підрозділів МВС. Найчастіше це призводить
до значних процесуальних порушень дотримання прав людини, і не
тільки права на отримання інформації.
За існуючими правилами при отриманні тілесних ушкоджень
громадянин не може звернутися в медичні заклади для медичного
огляду стану свого здоров’я. Встановлена процедура передбачає зве-
рнення до правоохоронних органів з метою отримання довідки-
направлення на медичне обстеження для встановлення тяжкості ті-
лесних ушкоджень.
Така практика суперечить принципам демократії, забезпеченню
права громадянина на отримання інформації про стан власного здо-
ров’я. Якщо тілесні ушкодження нанесені працівниками правоохо-
ронних органів, то отримати направлення до медичного закладу фак-
тично неможливо, а, тим більше, під тиском самих правоохоронних
органів, отримати повну та об’єктивну відповідь про нанесені тілесні
ушкодження взагалі неможливо.
Законодавчо необхідно закріпити право пацієнта на вільне отри-
мання медичної інформації про стан здоров’я, а також права особи
на встановлення умов забезпечення режиму конфіденційності наяв-
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ної інформації. Це можливо при певних правових обставинах на
умовах цивільно-правового договору.
Відповідно, лікарська таємниця має розглядатися як окремий ін-
ститут медичного та інформаційного права.
Усім медичним працівникам необхідні знання медичного права,
адже їх діяльність регламентується саме нормами цієї галузі права.
Знання медичного та інформаційного права необхідне як медичним
працівникам, так і юристам, адже у сфері надання медичної допомо-
ги виникає значна кількість спорів, викликаних порушенням прав як
пацієнтів, так і медичних працівників.
Загальновизнано, що особа має право запиту та отримання інфо-
рмації про стан власного здоров’я. Але закон встановлює обмеження
з цього приводу. Так, Закон України “Про психіатричну допомогу”
[179] встановлює, що у випадках, коли повна інформація про стан
психічного здоров’я особи може заподіяти шкоду її здоров’ю або
привести до безпосередньої небезпеки для інших осіб, лікар-психіатр
або комісія лікарів-психіатрів інформує законного представника
особи, враховуючи особисті інтереси особи, якій надається психіат-
рична допомога. В інших випадках лікар-психіатр зобов’язаний по-
яснити в зрозумілій формі громадянину інформацію про його психі-
чний стан здоров’я, прогноз можливого розвитку захворювання, аль-
тернативних методах лікування. Вся інформація про стан здоров’я
може надаватися самому хворому або його законним представникам,
а також державним органам у випадках, передбачених законом.
Власником загальних даних медичного характеру також повинна
визнаватися юридична особа. До загальних даних медичного харак-
теру слід відносити статистичну відкриту інформацію, методики лі-
кування, медичні дослідження, інформацію про особливості застосу-
вання медичних технологій, напрацьовані ефективні методи застосу-
вання медичних засобів та їх компонування, інформацію про біоме-
дичні дослідження.
Відповідно до статті 49 Конституції України державні та комуна-
льні заклади охорони здоров’я надають ефективне і доступне для
всіх громадян медичне обслуговування безоплатно. Створення інфо-
рмаційної бази даних про пацієнтів та інша медична інформація фак-
тично відбувається за рахунок державного бюджету. Комерційні ме-
дичні заклади створюють таку інформацію за власний рахунок. За
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загальновизнаним правилом, фізична чи юридична особа, за рахунок
якої створена інформація, визнається її власником.
Медична установа створюється з метою надання ефективного ме-
дичного обслуговування і, перш за все, зацікавлена мати найвище
визнання в цій сфері. Держава сприяє розвиткові лікувальних закла-
дів усіх форм власності.
Досягнення найвищих показників залежить від багатьох факто-
рів: використання сучасної медичної техніки та технологій лікуван-
ня, розроблення та впровадження новітніх лікарських засобів, ство-
рення сучасних умов реабілітації та багато інших показників. Безу-
мовно, це вимагає як значних капіталовкладень, так і проведення су-
часних біомедичних та інших досліджень.
Найімовірнішим ефективним “розподілом” конфіденційної медич-
ної інформації між фізичною та юридичною особою (власниками) буде
розподіл за загальними правилами-принципами патентного права.
Фізична особа-пацієнт, зберігаючи права на отримання грошової
винагороди при проведенні біомедичних досліджень або при загаль-
ному користуванні медичною допомогою, – повинна мати право
отримувати повну, об’єктивну та достовірну інформацію та встанов-
лювати режим доступу до інформації, яка дозволяє ідентифікувати
особу. Законодавчо має бути закріплено право громадянина заборо-
няти використання даних про себе, зберігаючи анонімність. Або, на-
впаки, вимагати обов’язкового використання персоніфікованої інфо-
рмації про особу, що, наприклад, брала участь у біомедичних дослі-
дженнях. Так само зберігається право пацієнта на користування псе-
вдонімами та іншими немайновими правами.
Юридичні особи – медичні установи будь-якої форми власності –
зобов’язані зберігати інформацію про особу у відповідно встановле-
ному режимі доступу, крім загальної статистичної інформації. Вся
інша медична інформація визнається власністю самої юридичної
особи, на яку покладається встановлення режиму зберігання, вико-
ристання, поширення конфіденційної інформації. Така інформація є
перспективною для отримання нового наукового знання, яке буде
використовуватися для прогресу медичної науки та поліпшення яко-
сті надання медичної допомоги іншим особам. Режим доступу до та-
кої інформації повинен встановлюватися як режим обмежено оборо-
тоздатної інформації [180, 24].
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Законодавче врегулювання права власності на медичну конфіде-
нційну інформацію надасть змогу здійснювати ефективний захист
прав пацієнтів на охорону персональних даних та прав медичних
установ на охорону накопиченої інтелектуальної власності.
Таємниця попереднього слідства та таємниця судді полягає в то-
му, що, завдяки своїй професії, вказані державні службовці мають
доступ до будь-якої конфіденційної інформації, особливо, що стосу-
ється відомостей про громадян. Також ці відомості стають предме-
том обговорення в закритих судових засіданнях.
Судді, як і працівники правоохоронних органів, зобов’язані збері-
гати професійну таємницю відносно конфіденційної інформації та
відомостей, які вони отримали під час виконання службових
обов’язків, а також їх не можна примушувати давати свідчення з цих
питань.
Під час досудового слідства можуть виникати випадки, коли пот-
рібно захистити свідків – учасників кримінального процесу. Нероз-
голошення відомостей про особу, яка взята під захист, може забезпе-
чуватися шляхом обмеження відомостей про неї в матеріалах переві-
рок, а також у протоколах слідчих дій та в судових засіданнях.
Орган дізнання, слідчий, прокурор, суддя, суд, які прийняли рі-
шення про застосування заходів безпеки, виносять мотивовану пос-
танову, що вказує про зміну прізвища, імені особи, яка знаходиться
під захистом, на псевдонім. В такому випадку, тільки компетентні
органи мають знати про дійсні відомості про особу, які зберігаються
окремо в компетентних державних органах, де знаходиться прова-
дження по справі, і які до матеріалів справи не додаються. Таким
чином, встановлюючи відомості про особу, які стають інформацією з
обмеженим доступом, забезпечується пріоритет прав людини та її
безпека в кримінальному судочинстві.
Потрібно вказати, що будь-яка діяльність недержавних організацій
та приватних осіб, що пов’язана з обробкою та наданням персональних
даних, підлягає обов’язковому державному ліцензуванню діяльності.
Неправомірність діяльності органів державної влади, недержавних ор-
ганізацій або приватних осіб може бути встановлена судом.
В теорії та юридичній практиці відокремлюють особливу сферу,
що стосується інформації про громадян. За правилом, таємність лис-
тування, телефонних переговорів, поштових, телеграфних та інших
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повідомлень є розвитком однієї з основних гарантій права на охоро-
ну приватного та ділового життя. Це право передбачено не тільки
міжнародними нормами, але й закріплено майже у всіх сучасних де-
мократичних конституціях. Конституція України також вміщує
окрему статтю, яка присвячена зберіганню особистої таємниці. Крім
загального декларування, що “кожному гарантується таємниця лис-
тування, телефонних розмов, телеграфної та іншої кореспонденції”,
конституційна норма чітко визначає умови, за яких, і тільки за яких
можливо порушити невід’ємне право громадянина. Це:
 з метою запобігти злочинові чи з’ясувати істину під час розс-
лідування кримінальної справи;
 якщо органи попереднього слідства нададуть ґрунтовні дока-
зи, що отримати іншими способами інформацію неможливо;
 як виняток, порушення основного права людини можливо ли-
ше за рішенням суду;
 додатково встановлюється, що вся інформація, яка отримана
за допомогою порушення права людини на конфіденційну тає-
мницю, не може бути оприлюднена чи надаватися третім осо-
бам.
Встановлення арешту на кореспонденцію та її виїмка в поштово-
телеграфних установах виконуються тільки в жорстко встановленій
процесуальній процедурі, згідно з кримінально-процесуальним зако-
ном, а також згідно з вимогами Закону України “Про оперативно-
розшукову діяльність” [181].
При незаконному порушенні таємниці листування, телефонних
розмов, телеграфної та іншої кореспонденції встановлюється кримі-
нальна відповідальність, до якої притягуються всі посадові особи, в
тому числі службовці поштово-телеграфного зв’язку, а також грома-
дяни. Під порушенням конституційного права слід розуміти розго-
лошення відомостей третім особам, які не мають прямого законного
доступу до конфіденційної інформації. В даному випадку потрібно
вказати, хто має законний доступ до конфіденційної інформації про
громадянина.
Одним із суб’єктів доступу до персональних даних є держава в
особі її компетентних органів, яким потрібна інформація про грома-
дян для проведення розслідувань та інших, передбачених Законом,
дій.
129
Іншим суб’єктом доступу до інформації про громадянина (персо-
нальним даним) є самі особи, інформація про яких є конфіденцій-
ною. Тобто, передбачається, що громадянин має доступ до всієї ін-
формації, яка існує в державних органах про себе. Так, стаття 32
Конституції України гарантує, що кожний громадянин має право
ознайомитися в органах державної влади, органах місцевого самов-
рядування, установах і організаціях з відомостями про себе, які не є
державною або іншою захищеною законом таємницею.
Тобто, Основний Закон дає гарантію на доступ кожного до інфо-
рмації про себе. Але деяка невизначеність стосовно “іншої захище-
ної законом таємниці” надає право широкого тлумачення з боку ор-
ганів державної влади. Наприклад, дуже складно на практиці вима-
гати ознайомлення з документованою інформацією про громадяни-
на, яка знаходиться в органах прокуратури або органах внутрішніх
справ. Наприклад, при розгляді в суді клопотання про порушення
прав людини на інформацію – ненадання потрібної інформації, ви-
користовуючи відомчі інструкції, прокуратура пояснює, що існуючі
в органах внутрішніх справ відомості про особу, які виправдовують
її, не можуть бути їй надані. Відомча інструкція передбачає ознайо-
млення з такими матеріалами або працівників міліції, або
пред’явлення за вимогою суду лише підготовлених правоохоронни-
ми органами довідок про наявність інформації. В даному випадку
грубо порушується право людини на отримання інформації. Склада-
ється абсурдна, ситуація при якій будь-яка особа, що має посвідчен-
ня міліціонера, може ознайомитись з інформацією, яка містить кон-
фіденційну інформацію, в той час ні зацікавлена особа, ні його за-
конні представники не мають доступу до зібраної органами держав-
ної влади інформації про громадянина. Тому потрібні додаткові га-
рантії виконання приписів Конституції.
Закон України “Про інформацію” встановлює, що громадяни ма-
ють право знати в період збирання інформації, які відомості про них,
з якою метою збираються, ким, як та з якою метою будуть викорис-
тані, мають право доступу до інформації про себе, спростовувати не-
достовірну інформацію, її повноту, доцільність [45]. Державні орга-
ни та організації, органи місцевого та регіонального самоврядування,
інформаційні системи яких містять інформацію про громадян, по-
винні надавати її без перешкод, безоплатно, без затримок за вимогою
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осіб, яких вона стосується, крім випадків, передбачених законом, а
також здійснювати заходи для захисту інформації від несанкціоно-
ваного доступу до неї. У випадках порушення прав громадян на
конфіденційність інформації Закон гарантує захист громадян шля-
хом відшкодування заподіяної майнової та моральної шкоди при ви-
користанні такої інформації.
Положенням, яке забезпечує пріоритет громадян у праві на кон-
фіденційну інформацію, закріплюється обов’язок всіх організацій,
що збирають інформацію, перед початком роботи з конфіденційною
інформацією здійснювати, у встановленому Кабінетом Міністрів
України порядку, державну реєстрацію відповідних баз даних.
Крім того, необхідна кількість даних про громадян, яку можна
отримати законним шляхом, повинна бути максимально обмежена та
може використовуватися тільки для законно встановленої мети.
Незаконна відмова в доступі до конфіденційної інформації, її
приховування або незаконне збирання, зберігання, використання,
розповсюдження інформації можуть бути оскаржені через судові ор-
гани влади. Це положення дуже важливе, а реалізація норми потре-
бує деякого спрощення.
Юридична практика зазначає [Див. додаток В; 182, 13–14], що
значно зросла кількість звернень до судових органів з приводу по-
рушень права громадянина на інформацію. Такі звернення відбува-
ються з приводу неправомірної відмови в доступі до персональних
даних, що зібрані компетентними органами державної влади, а також
неправомірного розголошення інформації про приватне життя гро-
мадянина, в тому числі викривлення такої інформації, наприклад,
журналістами, засобами масової інформації.
Конституція України передбачає, що кожному гарантується су-
довий захист права спростовувати недостовірну інформацію про се-
бе і членів своєї сім’ї та права вимагати вилучення будь-якої інфор-
мації, а також право на відшкодування матеріальної і моральної
шкоди, завданої збиранням, зберіганням, використанням та поши-
ренням такої недостовірної інформації [4].
Ця конституційна норма має свій розвиток у Законі України “Про
інформацію”, де гарантується заборона доступу сторонніх осіб до ві-
домостей про іншу особу, зібраних відповідно до чинного законодав-
ства державними органами, організаціями, посадовими особами [35].
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Якщо мало місце незаконне розголошення відомостей про прива-
тне життя без попередньої згоди, то, в таких випадках, громадянин
має обґрунтований привід для звернення в судові органи з позовом
про захист честі та гідності, а також права на відшкодування матері-
альної та моральної шкоди.
Стаття 3 Закону України “Про друковані засоби масової інфор-
мації” встановлює принцип неприпустимості зловживання свободою
діяльності друкованих засобів масової інформації, який передбачає
заборону використання друкованих засобів масової інформації з ме-
тою втручання в особисте життя громадян [60].
Відсутність єдиного тлумачення доступності конфіденційної ін-
формації стала приводом для відкриття конституційного проваджен-
ня в Конституційному Суді України. Зміст рішення Конституційного
Суду України у справі щодо офіційного тлумачення статей 3, 23, 31,
47, 48 Закону України “Про інформацію” та статті 12 Закону України
“Про прокуратуру” (справа К. Г. Устименко) від 30 жовтня 1997 ро-
ку полягає у віднесенні особистих (персональних) відомостей до
конфіденційної інформації. Конституційний Суд України визнав не-
конституційним не тільки збирання відомостей, а також зберігання,
використання та поширення конфіденційної інформації про особу
без її попередньої згоди, за винятком випадків, прямо передбачених
Законом [183].
Також потрібно зазначити, що персональні дані стають тільки то-
ді конфіденційними, коли особа сама встановить їх конфіденцій-
ність, тобто режим доступу до якої обмежено. Це виникає, виходячи
зі змісту ч. 4 ст. 32 Конституції України, яка гарантує кожному право
вимагати вилучення із баз даних, що зберігаються в органах держав-
ної влади, організаціях, установах, будь-якої інформації.
Потрібно зауважити, що саме Конституція України передбачає
право кожного громадянина ознайомитися з інформацією про себе,
існуючу в органах владних структур, і, відповідно, обов’язок держа-
вних органів не тільки надавати безоплатно і безперешкодно всю ін-
формацію, але також знищувати недостовірну інформацію. Наяв-
ність такої новели в чинному законодавстві може не тільки забезпе-
чити законні інтереси громадянина, а й встановити дійсний пріори-
тет громадянина над державою та відповідними державними орга-
нами влади.
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Все ж потрібно визнати, що наявність прямих конституційних
приписів, рішення Конституційного Суду України самі по собі не за-
безпечили наявність чіткої процедури в законодавстві та судової
практики з приводу захисту прав громадян і встановлення пріорите-
ту прав людини при захисті інформації, що містить особисті (персо-
нальні дані) та відноситься до конфіденціальної інформації. Законо-
давство та судова практика ще не виробили об’єктивних критеріїв
для юридичної оцінки правомірності чи неправомірності втручання
державних органів, засобів масової інформації або інших громадян у
приватне (особисте) життя.
Дійовим рішенням у даному питанні було б створення незалежної
посади омбудсмена при обласних Радах народних депутатів. Ця по-
сада повинна фінансуватися окремою графою з державного бюдже-
ту, але підпорядковуватися тільки органам місцевого самоврядуван-
ня, фактично, громадам. На таку посаду мають обиратися тільки
особи, які мають вищу юридичну освіту та стаж роботи в правозахи-
сній (не плутати з правоохоронною) діяльності. Номінально такі ом-
будсмени повинні співпрацювати з Уповноваженим Верховної Ради
України з прав людини, тобто отримувати від державного омбудс-
мена правову, організаційну та іншу допомогу.
Окремим питанням, яке забезпечує право громадянина на прива-
тне життя, є обов’язок і можливості захисту конфіденційної інфор-
мації про громадян, які займають державні посади.
Як і будь-який громадянин, чиновник також має право на прива-
тне життя та захист інформації про сімейне та інтимне життя. Однак
це питання потрібно розглядати і з боку можливості контролю гро-
мадян за діяльністю органів державної влади.
Цікавим є практика, що закріплена в США та деяких європейсь-
ких країнах. Громадянин, який вступає на державну службу, зо-
бов’язаний надати письмову згоду про можливість прослуховування
всіх його телефонних розмов, поштових повідомлень при виконанні
службових обов’язків від імені народу, а також оприлюднення своїх
доходів і прибутків своєї сім’ї під час роботи в державних установах.
Іншими словами, обійнявши посаду чи ставши політичним дія-
чем, така особа свідомо йде на те, щоб зняти з себе частину захисту і
бути більш прозорим і відкритим для критичних висловлювань, у
тому числі з боку преси [184, 151].
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Таким чином, фактично зберігаючи основні сімейні та інтимні тає-
мниці, особа, набуваючи певного державного статусу, самостійно від-
мовляється від деяких особистих інформаційних таємниць. В умовах
демократії, побудови правової держави такі заходи необхідні, оскільки
надають особливу важливість виконанню державних функцій від імені
народу, забезпечують дисциплінованість державних службовців, під-
вищують довіру населення до органів державної влади.
Застосовуючи положення ст. 10 Конвенції про захист прав та ос-
новних свобод людини у справах “Нікула проти Фінляндії”, “Янов-
ський проти Польщі” та ін., вропейський Суд дійшов висновку, що
межі допустимої інформації щодо посадових і службових осіб мо-
жуть бути ширшими порівняно з межами такої ж інформації щодо
звичайних громадян [89, 121, 123–125].
У перехідний період, коли в Україні процеси демократії тільки
набувають початкового вигляду демократичної держави, можна
встановити додаткову гарантію. Такою гарантією може стати звер-
нення державних службовців до суду про визнання окремих відомо-
стей про особу, в тому числі про стан фінансових справ до вступу на
державну посаду, конфіденційною інформацією. Після судової пере-
вірки на відсутність криміналу, запитувана інформація може бути
визнана судом конфіденційною і тим самим будь-які треті особи, в
тому числі журналісти, не зможуть порушити право громадянина –
службовця на захист конфіденційної інформації.
Вивчаючи найбільш складні питання в інституті захисту особис-
тих даних, можна дійти наступних наукових висновків:
 законодавчого врегулювання потребує визначення “службової
таємниці”, оскільки це поняття повинно розрізняти як особли-
вий захист інформації, що надається окремим фахівцям;
 окремою законодавчою нормою необхідно встановити всі
умови для визначеного кола осіб про можливість отримання
конфіденційної інформації;
 для реального забезпечення права людини на інформацію ви-
користовувати наукові вимоги забезпечення доступу до меди-
чної інформації;
 потребує спрощення існуюча процедура оскарження незакон-
ної відмови від доступу до інформації про особу, в тому числі
для забезпечення пріоритету прав людини в інформаційній
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сфері доцільним буде створення посади омбудсмена при обла-
сних Радах;
 необхідно законодавчо встановити окремий режим для інфор-
мації про особу державних службовців і керівників місцевого
самоврядування під час їх перебування на посаді.
Встановлення в новому інформаційному кодексі таких норм за-
побігло б створенню ситуацій, за яких завдається значна шкода ав-
торитету України на світовому рівні.
2.3.2. Основні положення інформаційно-правових відносин в
інституті комерційної таємниці
В інформаційному суспільстві змінюється не тільки виробницт-
во, але й весь склад життя, система цінностей. Зростає значущість
культурного відпочинку по відношенню до матеріальних ціннос-
тей. В порівнянні з індустріальним суспільством, де все спрямова-
но на виробництво та вживання товарів, в інформаційному суспі-
льстві виробляється та споживається інтелект, знання, що
обов’язково призведе к збільшенню частки розумової праці. Від
людини буде вимагатися здатність к творчості, зросте попит на
знання, а тому і культуру.
Матеріальною та технічною базою інформаційного суспільства
постануть різного виміру та роду системи на ґрунті комп’ютерної
техніки та комп’ютерного “павутиння”, інформаційної технології,
телекомунікаційного зв’язку. В свій час буде створена
комп’ютеризація всього світового простору та інформаційна спіль-
нота людей, що мешкають в електронних будинках і квартирах. Ви-
робнича діяльність головним чином буде пов’язана з переробкою
інформації, а матеріальне виробництво та виробництво енергії ціл-
ком буде покладено на машини.
У деяких країнах встановлюється промислова та комерційна тає-
мниця. До промислових таємниць належить інформація винятково
технічного характеру, яка має потенційну можливість охорони нор-
мами промислової власності, а до комерційних таємниць: способи
організації продажу виробів, методи розповсюдження продукції, фо-
рми та зміст контрактів, розклад ділових зустрічей, склад ділових
партнерів, умови торгівельних угод, стратегія рекламної компанії,
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списки постачальників і клієнтів, а також інші відомості конфіден-
ційного характеру [185, 26].
Згідно з пунктом 1 статті 30 Закону України “Про підприємства в
Україні” “під комерційною таємницею маються на увазі відомості,
пов’язані з виробництвом, технологічною інформацією, управлін-
ням, фінансами та іншою діяльністю підприємства, що не є держав-
ною таємницею, розголошення (передача, витік) яких може завдати
шкоди його інтересам. Склад і обсяг відомостей, що становлять ко-
мерційну таємницю, порядок їх захисту визначаються керівником
підприємства” [186].
Комерційна таємниця являє собою визначену сукупність відомо-
стей, знань про діяльність у сфері обороту капіталу, тим самим озна-
чений вид інформаційних ресурсів.
Комерційна таємниця визначається як конфіденційна інформація,
що дозволяє її власнику при існуючих чи можливих обставинах збі-
льшити прибутки, запобігти невиправданим витратам, зберігати по-
ложення на ринку товарів, робіт, послуг або отримати іншу комер-
ційну вигоду. Тому можна зазначити умови існування комерційної
інформації:
 інформація повинна мати дійсну або потенційну комерційну
цінність;
 до комерційної інформації не існує вільного доступу;
 власник інформації застосовує заходи щодо охорони комер-
ційної інформації;
 інформація не підпадає під перелік відомостей, доступ до яких
не може бути обмеженим [187, 5].
Поряд з терміном “комерційна таємниця” в законодавстві та в
практиці широко використовуються такі терміни, як “таємниця ви-
робництва”, “ноу-хау”, “торгівельні секрети” та інші. Хоча кожний з
термінів має тільки йому притаманний зміст і застосовується, за зви-
чаєм, у конкретній ситуації, всі ці терміни визначають за своєю сут-
ністю окремі відомості про службову та комерційну діяльність, роз-
голошення якої має чітко визначену вартість.
Як зауважив А. П. Сергєєв, хоча в законодавстві зарубіжних кра-
їн найчастіше зустрічається термін “Trade secrets” або торгівельний
секрет, важливо не те, яку назву має інформація, що охороняється
законом від несанкціонованого доступу третіх осіб, а те, яким вимо-
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гам повинна відповідати така інформація [188, 344]. Найчастіше за-
конодавство зарубіжних країн визначає комерційну таємницю як ін-
формацію, що має реальну або потенційну комерційну цінність за-
вдяки її невідомості для третіх осіб, а також до якої не існує вільного
доступу на законних підставах, та по відношенню до якої власник
інформації застосовує заходи охорони її конфіденційності.
Таким чином, встановлюється право монопольного володіння та
користування комерційною чи службовою інформацією, що визначає
право особи, яка володіє інформацією, зберігати її в таємниці, а та-
кож одночасно вимагає від третіх осіб утримуватися від несанкціо-
нованого отримання цієї інформації. Правовий режим, що створю-
ється інститутом комерційної таємниці, визначає виключне
суб’єктивне право на комерційну інформацію.
Юридичне значення ознак комерційної таємниці полягає в:
1) установленні її правової природи, 2) виявленні місця комерційної
таємниці в системі об’єктивних цивільних прав, 3) встановленні
юридичних фактів, необхідних для виникнення зміни та припинення
правовідносин з приводу комерційної таємниці і 4) визначенні стро-
ків правової охорони комерційної таємниці [189, 57].
Під поняттям комерційної інформації чи комерційної таємниці
можуть розумітися будь-які різноманітні відомості, пов’язані з виро-
бництвом, технологічною інформацією, адресно-реквізитні дані про
підприємства та їх відповідальних працівників, управління, фінансу-
вання, дані про напрямки діяльності, асортимент виготовленої про-
дукції, ціни та ін. При цьому комерційною таємницею можуть бути
оголошені відомості, які мають ознаки патентоспроможного винахо-
ду, який правовласник з будь-яких причин не бажає оприлюднювати
та патентувати.
Разом з тим, можливості підприємців щодо віднесення інформації
до комерційної таємниці не безмежні. Комерційна інформація може
встановлюватися власником, з урахуванням вимог, які регулюються
Урядом. Згідно з Постановою Кабінету Міністрів України від 9 сер-
пня 1993 року № 611 “Про перелік відомостей, що не можуть скла-
дати комерційну таємницю” [190], до комерційної таємниці не мо-
жуть входити: установчі документи; документи, що надають право
займатися підприємницькою діяльністю; відомості за встановленими
формами звітності про фінансово-господарську діяльність; відомос-
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ті, що потрібні для перевірки правильності обчислювання та сплати
податків та інших обов’язкових платежів; документи про плато-
спроможність; відомості про чисельність, склад працівників, їх заро-
бітна платня та умови праці; документи про сплату податків та ін-
ших обов’язкових платежів; відомості про забруднення навколиш-
нього природного середовища; недотримання безпечних умов праці;
реалізації продукції, що завдає шкоду здоров’ю населення; відомості
про участь посадових осіб підприємства в кооперативах, малих підп-
риємствах, організаціях, об’єднаннях та ін., які займаються підприє-
мницькою діяльністю.
Відомості, що визначені в Постанові Кабінету Міністрів України,
підприємства зобов’язані надавати державним органам виконавчої
влади, контролюючим і правоохоронним органам, іншим юридич-
ним особам, відповідно до поточного законодавства.
Джерелами комерційної інформації є як державні, так і недержавні
організації, що виступають зацікавленими суб’єктами в ринкових від-
носинах – реклама продукції, власних можливостей, знаходження пар-
тнерів. Більшість комерційної інформації, що з’являється на інформа-
ційному ринку, являє вторинну переробку інформації, що збирається
різними державними установами, які, за звичаєм, відповідають за ре-
єстрацію, ліцензування чи/або перевірку різноманітних аспектів діяль-
ності підприємств і організацій різних форм власності. Головним чин-
ником, який визначає товарну цінність інформації, є її повнота та точ-
ність, особливо адекватність виникаючим змінам даних.
Потрібно визначити, яку інформацію слід розуміти як комерційну
або службову таємницю. Для цього назвемо головні ознаки визна-
чення “комерційна таємниця”:
 інформація повинна мати реальну або потенційну комерційну
цінність завдяки її невідомості третім особам; фактично, пот-
рібне існування певного кола осіб, для яких отримання цієї ін-
формації являло б визначену цінність, причому ця цінність має
прояв в комерції, а не для особистої, наукової, соціологічної,
статистичної чи іншої мети;
 до інформації, яка встановлена як комерційна таємниця, не іс-
нує вільного доступу на підставі закону, що передбачає мож-
ливість доступу до інформації тільки на підставі договору або
для державних органів на підставі Закону;
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 власник інформації самостійно встановлює заходи з метою
охорони та зберігання конфіденційності інформації, тобто дос-
татньо, щоб власник інформації здійснив заходи щодо обме-
ження доступу до інформації, а у випадках відкриття доступу
для окремих суб’єктів (наприклад, для працівників) чітко вста-
новлював заборону подальшого поширення інформації без
власної згоди. До заходів з охорони інформації відносять різ-
номанітні заходи технічного, організаційного та юридичного
характеру, які спрямовані на неможливість несанкціонованого
доступу до інформації третіх осіб.
Для того, щоб встановити можливість захисту або режим досту-
пу, власник службової чи комерційної таємниці повинен прямо ви-
значити, яку інформацію він розглядає як комерційну таємницю. Та-
ке встановлюється письмово та оприлюднюється серед зацікавлених
осіб, а для працівників на виробництві можливо під підпис. У цьому
випадку працівники зобов’язані зберігати в таємниці названу інфор-
мацію, а розголошення такої інформації з боку працівника є підста-
вою для його притягнення до дисциплінарної (в тому числі звільнен-
ня з роботи) або юридичної (цивільно-правової) відповідальнос-
ті [113, 225].
У повсякденному житті комерційна таємниця завжди виступає у
формі комерційних секретів. Оскільки будь-яка таємниця є секрет,
але не всякий секрет є таємниця.
Таємність в умовах ринкового господарювання захищає вироб-
ника від несумлінної конкуренції, до якої відносяться різні проти-
правні дії у вигляді схованого використання торгівельної марки,
підробки продукції конкурента, облудної реклами, підкупу, шан-
тажу і т. ін. Не останнє місце в цьому ряді займає промислове
шпигунство.
Сьогодні стало майже масовим явищем безсоромне запозичення
інтелектуальної і промислової власності: співробітники підприємств,
установ чи організацій одночасно є членами кооперативу, малих чи
підприємств спільних підприємств, використовують методики, про-
грами і технології, розроблені на вітчизняних підприємствах і які є їх
інтелектуальним капіталом. Західні партнери прагнуть незаконними
шляхами отримати закриту інформацію, що являє для них економіч-
ний інтерес. Тому забезпечення економічної безпеки підприємства,
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фірми і будь-якої іншої форми господарювання в умовах ринкової
економіки вимагає захисту комерційної таємниці.
В США, Німеччині, КНР, Японії та інших країнах світу захист
комерційної таємниці забезпечується системою промислової таємно-
сті, що базується на відповідній правовій базі. При цьому основну
роль у забезпеченні її збереження відіграють самі фірми, а не держа-
вні органи. Відповідно, комерційну таємницю складає інформація,
що:
 має самостійну економічну вартість завдяки тому, що не є за-
гальновідомою і доступною людям, які можуть використову-
вати її в комерційних цілях;
 є об’єктом розумних зусиль по захисту;
Зрозуміло, якщо щось назване комерційною таємницею, то це
дійсно повинно нею бути, що буває непросто довести юридично.
Тому рекомендується:
 вказати цінність інформації (які засоби витрачені на одержання
інформації і в що обійдеться Вам її несанкціоноване оприлюд-
нення);
 назвати, які заходи захисту даного секрету здійснено.
У Німеччині діє закон про несумлінну конкуренцію, в якому ви-
діляються два види таємниць – виробнича і комерційна. Даний закон
встановлює кримінальну відповідальність до 3 років тюремного
ув’язнення за повідомлення комерційної чи виробничої таємниці
стороннім особам, а також її вивідування. До виробничої таємниці в
Німеччині відносяться відомості організаційного і технічного харак-
теру, що стосуються способу виробництва, технології, організації
праці, а також технічного відкриття, винаходи або відомості про ха-
рактер і цілі дослідницьких робіт і т. ін.
Комерційною таємницею, на відміну від виробничої, є відомості,
що стосуються торгових відносин фірм: організація і розмір обороту,
стан ринків збуту, відомості про постачальників і споживачів, відо-
мості про банківські операції.
Держрада КНР у 1988 році затвердила положення про комерційні
служби безпеки, що не входять у структуру державних правоохо-
ронних органів. Комерційні служби безпеки є госпрозрахунковими
організаціями і виконують визначені види робіт і послуг відповідно
до контрактів, що укладаються з держустановами, кооперативами,
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приватними підприємствами, а також підприємствами, заснованими
на змішаному китайському й іноземному капіталах. Рішення про те,
які секрети необхідно захищати, на кожному підприємстві, у кожній
організації приймається на основі домовленості й будується на еко-
номічному розрахунку.
В Японії немає ні законів, ні яких-небудь інших нормативних ак-
тів, що передбачають відповідальність за розголошення комерційної
таємниці. Там ця необхідність зважується в такий спосіб: на депар-
таменти кадрів, що є в кожній японській фірмі, покладається конт-
роль за неухильним дотриманням режиму таємності, що ґрунтується
на кодексі поводження службовців. У ньому містяться положення,
що забороняють:
 передавати стороннім особам відомості, що містять комерцій-
ну таємницю;
 укладати угоди, що можуть підірвати довіру до компанії з боку
клієнтів;
 влаштовуватися без дозволу керівництва на роботу за сумісни-
цтвом;
 навмисне завдавати економічної шкоди;
 давати та одержувати хабарі.
Слід зазначити, що японський бізнес менше всього страждає від
витоку інформації. Це пов’язано з властивою цій країні системою
“довічного наймання” і вихованням у співробітників почуття патер-
налізму, коли вони вважають себе членами однієї родини.
Поняття “комерційна таємниця” з’явилося в нашому законодав-
стві 12 червня 1990 року, коли був прийнятий Закон “Про підприєм-
ства і підприємницьку діяльність”. Свій подальший розвиток “коме-
рційна таємниця” отримала в новому Цивільному кодексі України, у
ст. 505 якого визнається, що комерційною таємницею є інформація,
яка є секретною в тому розумінні, що вона в цілому чи в певній фо-
рмі та сукупності її складових є невідомою та не є легкодоступною
для осіб, які звичайно мають справу з видом інформації, до якого во-
на належить, у зв’язку з цим має комерційну цінність і була предме-
том адекватних існуючим обставинам заходів щодо збереження її се-
кретності, вжитих особою, яка законно контролює цю інформацію.
Комерційною таємницею можуть бути відомості технічного, органі-
заційного, комерційного, виробничого та іншого характеру, за виня-
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тком тих, які відповідно до закону не можуть бути віднесені до ко-
мерційної таємниці [121].
Розголошення комерційної таємниці може погіршити економічне
становище підприємства чи фірми. Щоб цього не відбулося, варто
перевести таку інформацію в розряд охоронюваної. У нас це робить-
ся наказом керівника фірми, в якому перелічуються відомості, що ві-
дносяться до комерційної таємниці. Однак він не вправі віднести до
неї відомості, що підпадають під категорію державної таємниці, то-
му що вони мають свій, спеціальний режим охорони. Крім того, в
силу прямої вказівки закону, керівник фірми не може віднести до
комерційної таємниці відомості про види діяльності фірми, оскільки
це може призвести до приховання відомостей про забруднення на-
вколишнього середовища та іншої негативної діяльності, здатної за-
вдати шкоди суспільству.
Методика віднесення тих чи інших відомостей до комерційної
таємниці в нашій країні ще не розроблена, тому, спираючись на
досвід закордонних країн, обмежимося лише деякими рекоменда-
ціями.
При засекречуванні інформації треба виходити з принципу еко-
номічної вигоди і безпеки фірми. Причому, проголошуючи ту чи ін-
шу інформацію комерційною таємницею, важливо дотриматися “зо-
лотої середини”. Надмірне засекречування діяльності фірми може
обернутись втратою прибутків, тому що умови ринку вимагають
широкої реклами виробленої продукції і послуг. Ті ж результати мо-
же викликати зневажливе відношення до комерційної таємниці, тому
що ринок – це завжди конкуренція.
Інформація типу “ноу-хау”, безумовно, повинна бути віднесена
до розряду комерційної таємниці. Її треба охороняти і від власного
персоналу, тому що завжди існує небезпека, що той чи інший спів-
робітник звільниться і влаштується на роботу в конкуруючу фірму.
Відомості ж, якими він володіє, не можуть бути в нього вилучені.
За кордоном існує практика підписання зі співробітником угоди,
за якою йому після звільнення забороняється працювати в конкуру-
ючій фірмі. Правда, такого роду угоди діють лише протягом визна-
ченого терміну після розірвання договору про найм. Крім того, під
час дії подібного обмеження цій особі повинна виплачуватися вина-
города. У нашій практиці такі угоди поки невідомі.
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Таким чином, узагальнюючи вищевикладене, варто помітити, що
при нинішній скрутній ситуації в Україні при становленні ринкової
економіки проблема захисту комерційної інформації буде поставати
все гостріше і гостріше. Для нашої країни, яка має величезний інтелек-
туальний потенціал, це є особливо актуальним. У сучасних умовах
охорона комерційної таємниці – важливе завдання для підприємців.
Власниками комерційної таємниці можуть бути як фізичні, так і
юридичні особи. Але громадяни, які виступають у цивільному обо-
роті споживачами або в своєму звичайному статусі, рівно як і грома-
дяни, що займаються підприємством з порушенням установленого
нормативного порядку, правом на охорону комерційної таємниці не
можуть користуватися. Серед юридичних осіб власниками комер-
ційної таємниці виступають всі комерційні організації, підприємства,
що пов’язані з обігом фінансових та виробничих фондів. Некомер-
ційні організації також можуть бути визнані власниками комерційної
таємниці, якщо вони мають відомості, що відносяться до дозволеної
підприємницької діяльності.
Фізична особа, яка не має статусу індивідуального підприємця, не
може бути власником службової або комерційної таємниці. Виклю-
чення складають випадки ліцензування окремих видів приватної дія-
льності, наприклад, для проведення досліджень нового виду рослин,
знайдених самостійно, на приватизованих земельних ділянках.
Іноземці та юридичні особи мають право на службову та комер-
ційну таємницю нарівні з українськими громадянами.
Сутність права на комерційну таємницю полягає в забезпеченні вла-
снику інформації можливості робити таку інформацію таємною від ши-
рокого загалу та вимагати, щоб треті особи утримувалися від викорис-
тання протизаконних методів отримання вказаної інформації.
Суттєвим у правовій нормі є закріплення положення, що при
отриманні комерційної інформації третьою зацікавленою особою за-
конним шляхом, у тому числі без санкції власника, наприклад, у
зв’язку з будь-якою помилкою останнього, порушення права на ко-
мерційну інформацію не вважається.
Загальновизнано, що до незаконних методів отримання інформа-
ції відносять промислове шпигунство, підкуп працівників власника
комерційної таємниці, проникнення в приміщення, прослуховування
засобів зв’язку, перлюстрація кореспонденції та інші.
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Більшість згаданих методів заборонені спеціальним законодавст-
вом та утворюють склад адміністративних і кримінальних правопо-
рушень. На думку А. П. Сергєєва, коли немає прямої вказівки на
склад адміністративного чи кримінального правопорушення, потріб-
но виходити зі змісту правил, що забороняють несумлінну конкуре-
нцію [188, 498].
Суб’єкти, які мають у розпорядженні комерційну таємницю, можуть
зберігати її тільки в установлених межах, а також у передбачених зако-
ном випадках зобов’язані розкривати конфіденційність інформації на
вимогу компетентних державних органів і посадових осіб. Наприклад,
таким правом на отримання інформації, в тому числі такої, яка вміщує
комерційну таємницю, користуються слідчі органи в зв’язку з розсліду-
ванням кримінальних справ, що знаходяться в їх провадженні. Але в
даному випадку, при отриманні від власника інформації, яка вміщує
комерційну таємницю, відповідні державні органи та посадові особи
зобов’язані не розголошувати секрети третім особам, або самостійно
користуватися перевагами, які надає вказана інформація.
Важливим є питання захисту комерційної таємниці від несанкці-
онованого доступу та неправомірного використання.
Захист права на комерційну таємницю здійснюється практично
лише за допомогою юридичної норми, сутність якої полягає в звер-
ненні за допомогою до компетентних державних органів. Самоза-
хист порушених прав, при умові, якщо цей захист не перетворюється
на самоправство, в сфері захисту інформації зводиться до можливос-
ті самостійної нейтралізації та виведення з ладу технічних засобів,
що незаконно встановлюються третіми особами з метою несанкціо-
нованого отримання інформації (комерційного шпигунства), а також
прийняття заходів з дезінформації осіб, які незаконно отримують
комерційну інформацію з метою зменшення можливої шкоди при її
розповсюдженні. Крім зазначених, власник інформації може засто-
совувати дисциплінарні санкції по відношенню до працівників, які
порушують встановлений власником режим доступу до конфіденці-
альної інформації, або санкції цивільно-майнового характеру по від-
ношенню до агентів з господарських питань, за умовою наявності ві-
дповідних положень в угодах.
При захисті комерційної інформації в судових органах на особу,
яка отримала інформацію за допомогою незаконних методів, може
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бути накладено обов’язок повернути отриману технічну документа-
цію або знищити матеріальні носії інформації, а також може бути за-
боронено використовувати отриману інформацію у власному вироб-
ництві, в тому числі поширювати таку інформацію серед третіх осіб.
Власник конфіденційної інформації може вимагати в судових ор-
ганах влади визнання недійсними актів державних органів виконав-
чої влади або місцевого самоврядування, якими йому передбачалось
розкрити таємність комерційної інформації, якщо він ґрунтовно вва-
жає, що дії відповідного державного органа виходять за межі компе-
тенції останнього, а також не викликані необхідністю чи іншим чи-
ном суперечать закону.
Якщо порушенням права на комерційну таємницю її власнику за-
подіяні збитки, то особа, що без санкції, незаконними засобами
отримала комерційну інформацію, повинна ці збитки відшкодувати.
Такий самий обов’язок може покладатися на працівників, які пере-
давали комерційну таємницю третім особам усупереч трудовому до-
говору, в тому числі, контракту, а також на контрагентів, які зробили
це всупереч цивільно-правовому договору.
Держава приділяє достатньо уваги збереженню комерційної тає-
мниці, передбачаючи, що неправомірне отримання і використання у
своїй діяльності чужих наукових здобутків, технологій, управлінсь-
ких рішень та схем, іншої інформації, що є комерційною таємницею,
має наслідком отримання безпідставних переваг підприємством, ор-
ганізацією, установою чи підприємцем, які отримали цю інформа-
цію, веде до знищення стимулів для розвитку і вдосконалення форм і
способів економічної діяльності.
Серед видів юридичної відповідальності, за незаконні дії проти
власників комерційної інформації, передбачено кримінальну відпо-
відальність. У Кримінальному кодексі України злочином визнається
незаконне збирання з метою використання або використання відомо-
стей, що становлять комерційну таємницю – ст. 231, а також розго-
лошення комерційної таємниці – ст. 232 КК України. Однак потрібно
зауважити, що кримінальні норми передбачають доведення умисно-
го використання комерційної таємниці, яка завдає істотної шкоди
власнику, а також, якщо відбулося умисне розголошення комерцій-
ної таємниці без згоди його власника особою, якій ця таємниця відо-
ма у зв’язку з професійною або службовою діяльністю – потрібно
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доводити, що воно вчинене з корисливих чи інших особистих моти-
вів. Тобто, в юридичній практиці дуже складно довести, що дії слу-
жбовця мали корисливий або інший особистий мотив. Адже й у ви-
падках скоєння порушень з боку державних службовців, які нанесли
істотної матеріальної шкоди власнику комерційної таємниці, вимоги
про відшкодування шкоди повинні бути спрямовані безпосередньо
організації, де працює службовець, або, взагалі, державі.
Важливість законодавчого врегулювання механізмів, які б забез-
печили захист інформації від втрати, є найголовнішим для всього
світового суспільства.
Глобалізація ділової активності, приватизаційні процеси в націо-
нальній економіці та зменшення втручання держави в діяльність фі-
нансових ринків призвели до формування окремої сфери ділової ін-
формації, розвиток якої неухильно зростає. Ділова комерційна інфо-
рмація стає життєво важливим ресурсом розвитку виробництва в
умовах поширення ринкових відносин, а тим самим потребує скорі-
шого детального законодавчого регулювання.
Коло питань, яке повинно вирішуватись, значне – від простої ін-
формації про товари та ціни для дослідження ринку до надання адре-
сно-реквізитних даних контрагентів, без якого контакти між покуп-
цями та продавцями неможливий, складання угод під сумнівом.
Якість супутньої послуги визначає успіхи в цьому секторі інформа-
ційного ринку. Встановлення пріоритету прав людини в отриманні
інформації по комерційним пропозиціям залежить від відповідних
служб, які, надаючи достовірну та своєчасну інформацію, отримують
кредит довіри споживача інформації. Як правило, така інформація не
відноситься до інформації з обмеженим доступом, і єдиною пробле-
мою постає встановлення відповідальності відповідних служб, які, з
будь-яких причин, надають громадянам недостовірну або неповну
інформацію.
В ринкових умовах користувачу потрібна не метаінформація, яка
вказує – де і яким чином користувач сам може знайти та зібрати не-
обхідні йому дані, а інформація (в тому числі оплатна), зібрана та
перероблена виконавцем.
Складність проблеми визначається тим, що сама інформаційна
діяльність в ринкових умовах має подвійний прояв. З одного боку,
виробники, особливо великі компанії та корпорації, набувають ста-
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тусу постачальників інформаційних продуктів та послуг. Кожний з
постачальників намагається створити власний внутрішній ринок (ба-
зу) інформаційного продукту, що призводить не тільки до конкурен-
ції між виробниками, а й до суперечливої організації відносин між
суб’єктами інформаційної діяльності. З іншого боку, встановлення
пріоритету прав людини вимагає від власника інформаційних ресур-
сів надання інформаційних послуг у повному обсязі, наявність точ-
ної, всебічної інформації та за цінами, які влаштовують споживача.
Власники інформаційних ресурсів самі встановлюють систему оці-
нювання інформаційного продукту, тарифи їх реалізації, враховуючи
поміркованість оплатних послуг для підтримки попиту на інформа-
ційний товар.
Формування в Україні ринку інформаційних продуктів і послуг
вимагає усвідомлення світового досвіду та створення системи зако-
нодавчих важелів регулювання інформаційних відносин, організації
цивілізованого інформаційного ринку.
Згідно із Законом України “Про інформацію” одним із головних
напрямів державної інформаційної політики є створення системи
безпеки інформації, основна мета якої – зменшення ризику,
пов’язаного з можливістю заподіяння шкоди власникам інформації
(державі, юридичним та фізичним особам) [191, 63].
Зрозуміло, що за структурно-функціональним аналізом потрібно
встановити співвідношення категорій захисту права людини на ко-
мерційну інформацію, захист виробників виробничої інформації та
захист державного економічного суверенітету.
2.3.3. Загальні правила встановлення
та зберігання банківської таємниці
В умовах розвитку ринкових відносин, побудови цивілізованого
суспільства виникає потреба залучення в економіку тимчасово віль-
них коштів громадян. На жаль, у перехідний період ми бачили бага-
то прикладів фінансового шахрайства з грошима вкладників, коли
запропоновані захмарні відсотки від вкладів ставали банальними по-
вітряними бульбами.
Держава створює можливості цивілізованої системи руху фінан-
сових потоків, а тим самим повинні створюватися умови безпечності
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та конфіденційності вкладання тимчасово вільних грошей з метою
не тільки зберігання, а й отримання прибутків. Глибокий, науково
обґрунтований, компетентний аналіз фінансової діяльності надає
можливість не тільки присікти ті чи інші правопорушення, ліквіду-
вати причини, що їх породжують, а й науково спрогнозувати розви-
ток необхідних правових норм.
Таким чином, серед видів конфіденційної інформації, інформації
з обмеженим доступом, повинні бути і є відомості про окрему діяль-
ність банків, так звана “банківська таємниця”. До інформації, що мі-
стить банківську таємницю, можуть входити складові службової,
комерційної інформації та інформації про громадян. Це обумовлено
зрозумілим бажанням банківських установ та їх клієнтів зберігати
законні інтереси, бачити цінність укладених угод в тому, що вони є
невідомими третім особам.
Відповідно до цього, законодавець встановлює обмеженість дос-
тупу до банківської таємниці, а власники банківської таємниці ма-
ють юридичні можливості застосовувати заходи для охорони її кон-
фіденційності.
Банківська таємниця охороняється Законом України “Про банки та
банківську діяльність” від 7 грудня 2000 року [192] та Цивільним ко-
дексом України [121]. Відповідно до законодавства банківська інфор-
мація знаходиться під охороною. Гарантії таємниці вкладів клієнтів та
кореспондентів, а також операції по їх рахунках є одним із принципів
діяльності кожного банку в державі. Банки гарантують таємницю бан-
ківського рахунку та банківського вкладу по рахунках та відомості про
клієнтів. Відомості, що складають банківську таємницю, можуть бути
надані тільки самим клієнтам або їх представникам.
Державним органам та їх посадовим особам відомості про клієн-
тів банків та їх рахунки можуть бути надані виключно у випадках та
порядку, передбаченому законом.
Серед різноманітної, багатопрофільної роботи банків, яку вони
виконують у процесі використання власних професійних повнова-
жень, серед чисельної інформації, яку вони отримують, ми розгляда-
ємо тільки інформацію, що відноситься до банківської таємниці.
До такої інформації відносяться відомості:
 про стан рахунків клієнтів, у тому числі стан кореспондентсь-
ких рахунків банків у Національному банку України;
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 про операції на користь та за дорученням клієнтів, здійсненні
ними угод;
 про фінансово-економічне становище клієнтів;
 про систему охорони банку та клієнтів;
 інформація про організаційно-правову структуру юридичної
особи – клієнта, її керівників, напрями діяльності;
 відомості стосовно комерційної діяльності клієнтів чи комер-
ційної таємниці, будь-якого проекту, винаходів, зразків проду-
кції та інша комерційна інформація;
 інформація про звіти банка, за виключенням звітів, які підля-
гають обов’язковому оприлюдненню;
 банківські коди для захисту інформації.
Вимога часу пред’явила до банківської інформації сучасний за-
конодавчий підхід, який визначив чітко встановлену жорстку проце-
дуру дотримання режиму доступу, що забезпечує реальний пріори-
тет прав людини при користуванні інформацією з обмеженим досту-
пом. Так, процедура доступу до інформації з обмеженим доступом,
яка вміщує банківську таємницю, передбачає:
 письмовий запит або письмовий дозвіл власника такої інфор-
мації;
 письмову вимогу суду або рішення суду з цього питання;
 письмову вимогу органу прокуратури України, Служби Безпе-
ки України, Міністерства внутрішніх справ України, Антимо-
нопольного комітету України відносно операцій з рахунками
конкретної юридичної або фізичної особи – суб’єкта підприє-
мницької діяльності за конкретний проміжок часу;
 органом Державної податкової служби України за їх письмо-
вим запитом з питань оподаткування або валютного контролю
відносно конкретної юридичної або фізичної особи – суб’єкта
підприємницької діяльності за конкретний проміжок часу;
 спеціально уповноваженому органу виконавчої влади з питань
фінансового моніторингу на його письмову вимогу щодо здійс-
нення фінансових операцій, які підлягають фінансовому моніто-
рингу згідно з законодавством про запобігання та протидію лега-
лізації (відмиванню) доходів, одержаних злочинним шляхом;
 органам державної виконавчої служби на їх письмову вимогу
з питань виконання рішень судів стосовно стану рахунків кон-
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кретно юридичної особи або фізичної особи – суб’єкта підпри-
ємницької діяльності [183].
Таким чином, здійснення контролю за банківськими рахунками
окремого громадянина з боку державних органів можливо тільки за
ґрунтовними підставами, тільки за конкретний проміжок часу або від-
носно конкретних банківських операцій. Одночасно неможливо зробити
запити на декількох або всіх клієнтів банку за весь період їх діяльності.
Стосовно інформації про громадян як фізичних осіб режим дос-
тупу виправдано найбільш жорсткий. Банківська таємниця може бу-
ти повідомлена третім особам тільки з письмового дозволу власника
такої інформації, і тільки в окремих випадках за рішенням чи з пи-
сьмового запиту суду.
При умові розголошення банком відомостей, що містять банків-
ську таємницю, клієнт, права якого порушені, може вимагати від ба-
нку відшкодування завданих збитків.
Правові норми гарантують встановлення пріоритету права грома-
дянина на доступ до власних відомостей та збереження конфіден-
ційності, тобто інтересів громадянина, в банківській інформації.
З метою недопущення помилок або введення клієнта-громадянина
в оману щодо діяльності банку, законодавство передбачає перелік ві-
домостей, що не можуть бути визнані банківською таємницею. Креди-
тна організація зобов’язана за вимогою будь-якої фізичної чи юридич-
ної особи, в тому числі й тих, що не є клієнтами банку, надати для
ознайомлення низку відомостей, що містять інформацію про діяль-
ність банку, але не віднесені до інформації з обмеженим доступом. До
таких документів належать: копія ліцензії на здійснення банківських
операцій, копії інших, наданих банку дозволів (ліцензій), якщо необ-
хідність отримання таких документів передбачена законом; щомісячні
бухгалтерські баланси за поточний рік.
Закон зобов’язує кредитну організацію оприлюднювати інформа-
цію про власну діяльність. Щоквартально банки та інші кредитні
установи повинні надавати для ознайомлення широкому загалу бух-
галтерський баланс, звіт про прибутки та збитки, інформацію про рі-
вень достатності капіталу, про кількість резервів на покриття ризи-
кованих позик та інші активи. Щорічно банки звітують та оприлюд-
нюють бухгалтерський баланс і звіт про прибутки та збитки з висно-
вком аудиторської фірми про їх достовірність. Як зазначено, банк не
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може надавати інформацію про банківські рахунки, банківські вкла-
ди, операції по рахунках, а також відомості про клієнтів.
Чітке визначення законодавством, яка банківська інформація мо-
же відноситися до інформації з обмеженим доступом, а яка – ні,
створює реальні можливості захисту прав громадян від будь-яких
незаконних операцій з їх рахунками чи заподіяння іншої шкоди вна-
слідок поширення інформації про особисті рахунки, а також надає
можливість громадянам та компетентним органам уважно стежити
за діяльністю окремого банка, не втручаючись у внутрішню діяль-
ність.
Різновидами банківської інформації є біржова та фінансова інфо-
рмація – тобто інформація про котирування цінних паперів, валютні
курси, облікові ставки, ринки товару та капіталів, інвестиції, ціни.
Джерелами такої інформації є біржі та спеціальні служби біржової і
фінансової інформації, що їх обслуговують. Головним фактором,
який забезпечує комерційну цінність такої інформації, є її повнота,
точність, оперативність. Установлення пріоритету прав людини в
отриманні біржової та фінансової інформації залежить від відповід-
них служб, які, надаючи достовірну та своєчасну інформацію, отри-
мують кредит довіри споживача інформації.
Сучасні умови навіюють іншу думку. Ми вже значно відстаємо
від часу, суспільство вимагає не пасивної, а активної поведінки дер-
жави, а, відповідно, і державної інформаційної політики на світово-
му ринку. Це стосується новітніх форм обслуговування клієнтів, су-
часного руху банківського капіталу (електронний банкінг) та його
інформаційного забезпечення.
Електронний банкінг (е-банкінг) – це система дистанційного бан-
ківського обслуговування клієнта, проведення фінансових операцій
(платежів) за допомогою телекомунікаційних каналів (РС-банкінг) і
засобів Інтернет (Інтернет-банкінг) [193, 5, 15].
Інформація, особливо комерційна, потребує не тільки захисту, а й
спрямованої державної підтримки при поширенні в світі.
Значною проблемою є те, що нормотворчістю в сфері охорони та
захисту інформаційних ресурсів як елемента інформаційних техно-
логій займаються представники різних міністерств і відомств, що
призводить не тільки до термінологічному безладу, а й до розбіжно-
стей в законодавчих та нормативних документах.
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У таких умовах основним завданням державного регулювання
розвитку сфери інформатизації суспільства є законодавче забезпе-
чення конкурентоспроможного середовища на ринку інформаційних
продуктів і послуг, запобіганню монополізму.
2.3.4. Проблеми дотримання прав власників та авторів у
виключних правах, пов’язаних з інтелектуальною власністю.
Режим обмежено оборотоздатної інформації
Регламентація конкретних правовідносин між суб’єктами обміну
інформацією може визначатися не тільки міжнародними актами та
національним законодавством, а й відповідними угодами. У право-
відносини можуть включатися правові норми патентного права, пра-
ва на товарний знак, на промисловий зразок, а також законодавство
про комерційну чи іншу таємницю.
Стан справ регулювання суспільних відносин у сфері охорони
об’єктів інтелектуальної власності – баз даних, електронних задач,
програмних засобів для комп’ютерів, мультимедіа-продуктів – є ду-
же незадовільним, оскільки постає у вигляді значної перешкоди в
процесі інформаційного наповнення та широкого використання ін-
формаційних систем і мереж, розвитку глобальної комунікації.
На переконання О. Чубукової, існуюча законодавча база та пра-
вові документи не забезпечують ефективного захисту інтересів авто-
рів і працівників, що займаються формуванням банків даних, а також
інших власників інформаційних продуктів [191, 62]. Важко не пого-
дитись, оскільки ми маємо неприємний приклад визнання нашої
держави одним із лідерів світового інформаційного піратства, а тому
й застосування до України відповідних санкцій.
Інформаційний продукт у світі стає найбільш коштовним това-
ром. Однак для України інформаційний продукт можна вважати
стратегічним лише умовно, оскільки:
 немає органу, наділеного правом розробки, впровадження но-
рмативних, методологічних, організаційно-фінансових заходів
реалізації політики в цій сфері;
 міністерства, інші державні установи створюють відокремлені
інформаційні бази навіть без узгодження технологій їх форму-
вання;
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 невизначеним досі є порядок і система огляду та поширення
інформаційних ресурсів, які отримує Україна у процесі міжна-
родної діяльності;
 не сформовано систему інформаційного забезпечення вітчиз-
няних науковців у міжнародних науково-технічних програмах,
дослідженнях, розробках [194, 131–132].
Проблема захисту інформаційного простору набуває значущості з
розвитком ринкових відносин. Питання правового регулювання ав-
торських і суміжних прав, а також права промислової власності
знайшли своє відображення в ратифікованих Україною міжнародних
угодах, Конституції України, Цивільному кодексі України, законах
України, а також інших правових актах, у тому числі тих, що стосу-
ються окремих видів інформаційних продуктів і послуг. Потрібно
пам’ятати, що Україна є учасницею Всесвітньої організації інтелек-
туальної власності, тому національне законодавство в цілому відпо-
відає європейському рівню в даній сфері регулювання суспільних ві-
дносин.
Особливості баз даних, як об’єктів авторських прав, враховуючи
їх провідну роль у складі інформаційних ресурсів сучасного суспіль-
ства, призвели до того, що питання авторських прав у зв’язку з база-
ми даних уточнюються та розвинуті в міжнародних модельних нор-
мативних актах [195] та законах України [196; 197; 198].
За українським законодавством відносно баз даних авторське
право розповсюджується в повному обсязі. При цьому не має зна-
чення, чи встановлено факт випуску бази даних для широкого загалу
та яка їх якість. Правова охорона розповсюджується також на бази
даних, що являють собою результат творчої праці з підбору та орга-
нізації даних.
Права всіх суб’єктів, крім автора, – учасників процесу створення
(генерації) бази даних, що виконують технологічні та додаткові фун-
кції, права користувачів та покупців баз даних, інформаційних про-
дуктів та послуг, розроблених на їх основі, визначаються на підставі
договірних відносин. У свою чергу, договірне право регулюється
Цивільним кодексом України. Після прийняття Закону про правову
охорону програм для електронно-обчислювальних машин і баз даних
було організовано добровільну реєстрацію баз і договорів на їх пере-
дачу в агентстві з правової охорони програм та баз даних.
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Однак, проблему забезпечення прав власника таким чином не бу-
ло вирішено, при практичному застосуванні виникла низка важливих
обставин. Власники баз даних не тільки не бачили переваг, а й, на-
впаки, фактично втрачали власні бази даних. Суди та правоохоронні
органи не були готові до розгляду складних спорів про право влас-
ності на бази даних та інші інформаційні продукти і послуги. В
Україні й досі практично відсутні державні та громадські структури,
які зможуть здійснювати нагляд і дійовий контроль за дотриманням
угод із використання баз даних.
Якщо враховувати, що на українському інформаційному ринку
продаж інформаційних продуктів і послуг коштує занадто мало, а
неприховане піратство розквітає, то стає зрозумілим ігнорування ав-
торів та власників баз даних фіксувати свої права через агентство.
Тим більше, що сам факт вступу в реєстраційні відносини з цим
центром не пов’язаний з розповсюдженням режиму правового захис-
ту на бази даних, тому що це б суперечило Закону України “Про ав-
торські та суміжні права”.
Розвиток законодавства в сфері захисту інтелектуальної власності
вважається необхідним, так би мовити є вимогою часу, оскільки
Україна прагне увійти в європейське суспільство та є учасницею ба-
гатьох міжнародних угод. Невирішеними питаннями залишаються:
 в Україні інформаційна культура та законодавство в сфері за-
хисту баз даних і, взагалі, права інтелектуальної власності роз-
винуті на дуже низькому рівні, не узгоджені правові норми в
системі регулювання суспільних відносин. Інформаційні орга-
нізації часто використовують бази даних інших власників, не
відшкодовуючи витрати чи заподіяну шкоду їх генераторам;
 європейські центри-генератори та центри обробки даних, як
правило, встановлюють у власних угодах значні обмеження на
використання їх інформаційних продуктів. Для закордонних
користувачів жорсткі правила далеко переходять межі, дозво-
лені міжнародними актами, а також перевищують прийняту
практику роботи в інформаційній сфері. Як наслідок, вже й су-
то Україну на світовому інформаційному просторі можуть
представляти хто завгодно, а не сама Україна. Це наносить
значну шкоду вже не тільки громадянину України, а й державі
в цілому;
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 в українському законодавстві значна частина інформаційних
ресурсів взагалі не розглядається як об’єкт інтелектуальної
власності, що завдає значної шкоди як державі, так і авторам
або власникам продукції інтелектуальної праці.
З цього приводу потрібно вивчати та запроваджувати світовий
досвід використання права інтелектуальної власності. Наприклад, у
вересні 1991 року Федеральний апеляційний суд США встановив,
що повторне використання довідкової інформації за типом “жовтих
сторінок” – довідкової адресної інформації по виробництвам та ор-
ганізаціям – не є порушенням авторських прав. Своє рішення суд до-
речно мотивував тим, що “жовті сторінки” не можуть бути об’єктом
авторського права (тобто належить до інформації з відкритим досту-
пом), а тому може і повинна захищатися тільки форма організації та
подачі матеріалу. До елементів розташування форми організації, за
міжнародними стандартами, належать предметні рубрики, їх форму-
лювання та розташування. Крім того, Суд зазначив, що укладач но-
вого довідника має право не проводити повторного дослідження
об’єктів довідкової інформації по відношенню до даних, які розмі-
щені в попередньому довіднику. Вивчення об’єктів для отримання
довідкової інформації не може розглядатися як творча діяльність, яка
надає право на підсумкове визнання інтелектуальної праці [199, 54 ].
На початку 1991 року тотожне рішення було прийняте Верхов-
ним Судом США по відношенню до довідкової інформації під на-
звою “білі сторінки” – довідкова інформація, що друкується та нада-
ється у вигляді, запропонованому самими об’єктами опису – тобто,
які взагалі не можуть захищатися авторським правом.
Американські фахівці вважають, що обидва ці рішення являють
собою перемогу в інформаційних війнах, які передбачав Е. Тоффлер
у трактаті “Нова парадигма влади: Знання, багатство й сила” [200].
Значна кількість фахівців упевнена, що за результатами даних рі-
шень перемога дісталася споживачу, хоча комерційні інформаційні
служби ще роблять спроби інтерпретувати рішення вузько та всіляко
його обмежувати, тому що конкуренція та запобігання монополізму
суттєво збагачують інформаційний ринок.
На інформаційному ринку виникла нова професія, люди якої спе-
ціалізовано займаються отриманням та збагаченням інформації, до-
даючи їй вартості, реорганізуючи дані та надаючи їх у вигляді гіпер-
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текстових і проблемно-орієнтировних баз даних. В обіг ринкових ві-
дносин вступає новий термін “інформаційна сировина”, що відобра-
жає результат роботи галузей “інформаційного виробництва”, який
представлений великими центрами-генераторами, а також “оптовою
торгівлею інформаційними ресурсами”, що представлений великими
центрами обробки баз даних, а також сектора “збагачення та рафіну-
вання інформації”, який відображає результати роботи в сфері “дріб-
ного продажу” в інформаційній діяльності [201, 17].
З метою розвитку демократії при регулюванні суспільних інфор-
маційних відносин, світовим суспільством загальновизнаним вважа-
ється встановлення пріоритету права громадянина, споживача на
отримання повної, об’єктивної та своєчасної інформації.
Поки що український закон про бази даних не чітко визначає та
регулює коло питань, що розглядається. По відношенню до авторсь-
ких прав на довідкову інформацію, незалежно від поширюваної фо-
рми, можливо використати підхід фірми “Gale Research Inc.”, яка в
своєму довіднику баз даних вказує, що поширюваний довідник є
творчою працею, яка захищена всіма застосованими для захисту за-
конами, в тому числі про неправомірне використання, комерційну
таємницю, несумлінну конкуренцію. “Gale” підкреслює, що автори
та редактори довідника додали вартості до фактичного матеріалу,
наданому в ньому, за рахунок власного та оригінального відбору ін-
формації, координування матеріалу, виразу, організації та класифі-
кації інформації.
Важливо підкреслити, що бази даних, які охороняються законом,
охоплюють всі інформаційні розробки та дослідження, в тому числі
так звану геологічну інформацію [202, 129].
Інформація про раціоналізаторську пропозицію, винахід і т. ін.,
що знаходяться в стадії розробки, безсумнівно, відноситься до інфо-
рмації з обмежено оборотоздатним режимом доступу. Раціоналіза-
торська пропозиція навіть після її оформлення і видачі авторського
посвідчення може залишатися недоступною для третіх осіб, оскільки
являє собою технічне рішення задачі, нове для даної фірми. Винахід
після видачі на нього патенту має спеціальну правову охорону і тому
не має потреби в захисті як комерційна таємниця. Інша справа, якщо
за згодою з автором винаходу фірма прийме рішення не подавати за-
явку в Держпатент України. Тоді охорона інтелектуальної власності
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цілком покладається на фірму. Варто підкреслити, що рішення не
подавати заявку на винахід на патентоспроможне технічне рішення
можливе тільки за домовленістю з автором, тому що за існуючим
правилом, якщо роботодавець протягом чотирьох місяців з моменту
повідомлення його автором про зроблений винахід не подасть заявку
на нього, автор вправі сам подати заявку та одержати патент.
Донедавна 90 % авторських посвідчень одержували гриф “для
службового користування”. Замість авторських посвідчень тепер ви-
дають патент. Основним принципом патенту є його обов’язкова від-
критість, що сприяє прискоренню науково-технічного прогресу. Па-
тент – той же товар винахідника, але держава продовжує засекречу-
вати патенти, тобто порушує права винахідників. Держава ж повин-
на не відбирати у людини право на її інтелектуальну власність, а ви-
куповувати його, причому по ринковій вартості.
Право громадянина на вільний та рівний доступ до будь-якої ін-
формації, створеної чи накопиченої за рахунок засобів державного
бюджету, тобто грошей платників податків, є пріоритетним і має чі-
тке закріплення в Основному Законі. Це в рівній мірі відноситься до
отримання інформації наукової, правової, науково-технічної, так і до
інформації статистичної, яка відображає реальні процеси соціально-
економічного та культурного розвитку. Умови та види обмежень до-
ступу до інформації встановлюються тільки в Законі, й, в жодному
випадку, не можуть регулюватися підзаконними актами.
До числа завдань законотворчості, які повинні бути враховані
при регулюванні інформаційних суспільних відносин, відноситься
встановлення системи національної правової бази інформаційного
права у відповідності до реальностей, що обумовлюються переходом
економіки держави на ринкові відносини, а також зобов’язанням, що
випливають з участі України в міжнародних конвенціях та угодах.
Якщо Україна дійсно бажає увійти до європейської спільноти, зро-
зуміло, що й національне законодавство повинно відповідати світо-
вому рівню, особливо в сфері охорони інтелектуальної власності.
В процесі створення загальної програми необхідно враховувати
як закономірності розвитку інформаційного суспільства, так і пози-
тивний досвід регулювання інформаційних відносин українськими
нормативними актами. Оскільки таких нормативних актів дуже зна-
чна кількість, мову потрібно вести про прийняття окремого кодифі-
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кованого нормативного акту, тобто інформаційного кодексу, в якому
на першому плані буде забезпечено конституційну норму пріоритету
прав людини на отримання, користування, володіння інформацією.
Початковим етапом розробки та створення інформаційного коде-
ксу буде створення наукового обґрунтування теоретико-
методологічних засад інформаційного права України, в тому числі
щодо системного захисту права інтелектуальної власності. Чим де-
тальнішою та узгодженішою буде розроблена загальна правова сис-
тема, тим швидше і продуктивніше буде інформаційна діяльність,
тим меншими стануть колізії законодавчих актів, будуть реально за-
безпечені права громадянина. В подальшому це обов’язково призве-
де до ефективної регламентації сертифікації інформаційних продук-
тів і послуг, державної та комерційної організації інформаційного
обслуговування.
2.3.5. Захист пріоритету при здійсненні права громадян
на таємну інформацію
Іншим видом інформації з обмеженим доступом є таємна інформа-
ція. Закон України “Про інформацію” відносить до таємної інформації
таку, що вміщує відомості, які складають державну чи іншу передбаче-
ну законом таємницю, розголошення якої може заподіяти шкоду особі,
суспільству, державі. Як вже було зазначено, субінститут таємної інфо-
рмації є найбільш розвиненим в українському законодавстві.
Віднесення інформації до категорії таємних відомостей, які скла-
дають державну таємницю, та режим доступу до неї регулюється За-
коном України “Про державну таємницю” від 21 січня 1994 року.
Державна таємниця – вид таємної інформації, що охоплює відомості
у сфері оборони, економіки, зовнішніх відносин, державної безпеки
та охорони правопорядку, розголошення яких може завдати шкоди
життєво важливим інтересам України і які визнані у порядку, вста-
новленому Законом, державною таємницею та підлягають охороні з
боку держави [126]. Всі інші закони України та підзаконні акти щодо
захисту інформаційного суверенітету України, загальновизнаних
принципів міжнародного порядку в сфері інформації, засекречуван-
ню інформації та її охороною з метою захисту життєво важливих ін-
тересів України базуються тільки на цьому Законі.
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Державну політику щодо державної таємниці як складової части-
ни загальнонаціональної інформаційної політики та політики забез-
печення безпеки України може формувати лише Верховна Рада
України, тобто тільки парламент визначає умови встановлення таєм-
ності інформації в країні. Дія законодавства про державну таємницю
не поширюється на відносини, пов’язані з охороною комерційної чи
банківської таємниці, іншої конфіденційної інформації, якщо вони
одночасно не становлять державну таємницю.
Складність питання охорони інформації визначається тим, що:
 таємна інформація повинна доводитися обмеженому колу
осіб, а, в свою чергу, ці особи мають дотримуватися режиму
нерозповсюдження відомої їм інформації;
 будь-яка особа може створити інформацію, яка буде визнана
державною таємницею;
 будь-яку інформацію, яка вміщує таємність, потрібно надава-
ти фахівцям, а через розумний проміжок часу робити відкри-
тою.
Але головною ознакою таємної інформації потрібно визнати, що
при неналежному її зберіганні може бути заподіяна суттєва шкода
інтересам не тільки державної влади, а й усього населення країни. Це
пов’язано з необхідністю кожної держави створювати умови для
охорони від вільного доступу до інформації, пов’язаної із стратегіч-
ними і тактичними планами проведення внутрішньої та зовнішньої
державної політики.
Держава має відповідні процедури, які дозволяють зупинити,
нейтралізувати, ліквідувати прояви протиправного доступу до закри-
тої інформації у сфері безпеки [203, 33].
Правовий режим, що встановлює обіг таємної інформації, най-
більш чітко визначений. Правовий режим регулюється Конституцією
України, законами України “Про інформацію”, “Про державну таєм-
ницю”, міжнародними угодами, згоду на обов’язковість виконання
яких надано Верховною Радою України, нормативними актами Дер-
жавного комітету України з питань державних таємниць.
Важливо вказати, що з метою запобігання необґрунтованого при-
ховування інформації, законодавець визначає в Законі відомості, які
можна відносити до державної таємниці:
1) у сфері оборони:
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 про зміст стратегічних і оперативних планів та інших докумен-
тів бойового управління, підготовку та проведення військових
операцій, стратегічне та мобілізаційне розгортання військ, а
також про інші найважливіші показники, які характеризують
організацію, чисельність, дислокацію, бойову і мобілізаційну
готовність, бойову та іншу військову підготовку, озброєння та
матеріальне-технічне забезпечення Збройних Сил України,
Прикордонних військ України та інших військових формувань
України;
 про напрями розвитку окремих видів озброєння і військової
техніки, їх кількість, тактико-технічні характеристики, органі-
зацію і технологію виробництва, науково-дослідні і дослідно-
конструкторські роботи, пов’язані з розробкою нових зразків
озброєння і військової техніки, а також про інші роботи, що
плануються або здійснюються для оборони країни;
 про сили і засоби цивільної оборони України, можливості на-
селених пунктів, регіонів і окремих об’єктів для захисту, ева-
куації і розосередження населення, забезпечення його життєді-
яльності та виробничої діяльності об’єктів народного госпо-
дарства у воєнний час або в умовах інших надзвичайних ситу-
ацій;
 про геодезичні, гравіметричні, картографічні, гідрографічні та
гідрометеорологічні дані і характеристики, які мають значення
для оборони країни;
2) у сфері економіки:
 про мобілізаційні плани і мобілізаційні потужності народного
господарства, запаси та обсяги постачань стратегічних видів
сировини і матеріалів, а також про розміщення та обсяги дер-
жавних мобілізаційних матеріальних резервів;
 про використання транспорту, зв’язку, інших галузей та
об’єктів інфраструктури країни для забезпечення її безпеки;
 про зміст, обсяг, фінансування та виконання державного обо-
ронного замовлення;
 про плани, обсяги та інші найважливіші характеристики добу-
вання, виробництва та реалізації окремих стратегічних видів
сировини і продукції;
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 про державні запаси дорогоцінних металів монетарної групи,
коштовного каміння, валюти та інших цінностей, операції,
пов’язані з виготовленням грошових знаків і цінних паперів, їх
зберіганням, охороною і захистом від підроблення, обігом, об-
міном або вилученням з обігу, а також про інші особливі захо-
ди фінансової діяльності держави;
3) у сфері зовнішніх відносин:
 про директиви, плани, вказівки делегаціям і посадовим особам
з питань зовнішньополітичної і зовнішньоекономічної діяльно-
сті України;
 про військове, науково-технічне та інше співробітництво Укра-
їни з іноземними державами, якщо розголошення відомостей
про це завдасть шкоди інтересам України;
 про експорт та імпорт озброєння, військової техніки, окремих
стратегічних видів сировини і продукції;
4) у сфері державної безпеки та охорони правопорядку:
 про зміст, плани, організацію, фінансування та матеріально-
технічне забезпечення, засоби, форми, методи і результати ро-
звідувальної, контррозвідувальної та оперативно-розшукової
діяльності; про осіб, які співробітничають або раніше співробі-
тничали на конфіденційній основі з органами, що здійснюють
таку діяльність;
 про організацію та порядок здійснення охорони вищих органів
законодавчої і виконавчої влади, державних банківських уста-
нов і вищих посадових осіб держави;
 про систему урядового та спеціального зв’язку;
 про розробку і використання шифрів, роботу з ними, прове-
дення наукових досліджень у галузі криптографії;
 про інші засоби, форми і методи охорони державної таємни-
ці [126].
Суттєвим порушенням пріоритету права людини в умовах досту-
пу до таємної інформації може бути можливість надання широкого
доступу до інформації в сфері охорони правопорядку для чисельних
бюрократів, які прагнуть контролювати і цю сферу.
Разом з тим, з метою запобігання порушень конституційних
норм, недопущення необґрунтованого закриття доступу до інформа-
ції, Закон встановлює обмеження на віднесення інформації до таєм-
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ної. Прямо заборонено відносити до державної таємниці будь-які ві-
домості, якщо цим будуть порушені конституційні права людини і
громадянина, завдаватиметься шкода здоров’ю і безпеці населення.
В демократичному суспільстві встановлення такої норми є
обов’язковою, оскільки не є пріоритетом здійснення безпеки тільки
державою і тільки тоді, коли держава визнає міри безпеки необхід-
ними. До того ж, з метою неможливості поширеного тлумачення но-
рми, Закон встановлює відомості, віднесення яких до державної тає-
мниці прямо забороняється:
 про стихійне лихо, катастрофи та інші надзвичайні події, що
загрожують безпеці громадян, які сталися або можуть статися;
 про стан навколишнього середовища та здоров’я населення,
його життєвий рівень, включаючи харчування, одяг, житло,
медичне обслуговування і соціальне забезпечення, а також про
соціально-демографічні показники, стан правопорядку, освіти і
культури населення;
 про неправомірні дії державних органів, органів місцевого та
регіонального самоврядування і посадових осіб.
Таким чином, законодавці закріпили перелік інформації, яка пот-
рібна для забезпечення конституційних прав і свобод громадянина.
Віднесення інформації до державної таємниці безпосередньо
здійснює державний експерт з питань таємниці. Експерт також ви-
значає, встановлює та змінює ступінь (режим) таємності інформації,
а також віднесення інформації до режиму відкритої. Експерт упов-
новажений визначати підстави, за якими інформацію можливо відне-
сти до державної таємниці, ступінь таємності такої інформації, а та-
кож надає для керівництва Служби безпеки України висновки про
зміни ступеню таємності або зняття таємності з відомостей, визначає
шкоду, яка може бути завдана при розголошенні конкретної таємної
інформації.
Відповідно до статті 10 Закону України “Про державну таємни-
цю” інформація вважається державною таємницею з часу оприлюд-
нення Зводу відомостей, що становлять державну таємницю. Діюча
редакція Зводу відомостей, що становлять державну таємницю, за-
тверджена наказом Державного комітету з питань таємниць від 31
червня 1995 року № 47тп, зареєстрована в Міністерстві юстиції
України за № 278/814 від 3 серпня 1995 року.
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Законодавець закріплює право створення на підставі Зводу відо-
мостей органами державної влади галузевого чи відомчого розгор-
нутого переліку відомостей, що складають державну таємницю, а та-
кож міжгалузеві та міжвідомчі переліки.
Підприємства, установи та організації здійснюють діяльність,
пов’язану з державною таємницею, за ініціативою та по узгодженню з
заявником робіт, пов’язаних з державною таємницею, можуть утворю-
вати власні розгорнуті переліки відомостей, що складають державну
таємницю. Такі переліки обов’язково узгоджуються зі Службою без-
пеки України [204], затверджуються державними експертами з питань
таємниці та реєструються в Службі безпеки України.
У випадках невідповідності відомостей, що складають державну
таємницю, зацікавлені особи можуть оскаржити рішення в судових
органах влади.
Конкретні відомості можуть бути віднесені до державної таємни-
ці відповідно до ступеню (режиму) таємності: “особливої важливос-
ті”, “цілком таємно”, “таємно”. Так званий гриф таємності або рекві-
зит матеріального носія таємної інформації, свідчить про ступінь та-
ємності даної інформації. Він визначає можливості громадян, юри-
дичних осіб отримувати таємну інформацію, встановлює обмеження
та відповідальність осіб, яким дозволено отримувати таємну інфор-
мацію.
Віднесення інформації до державної таємниці – це процедура
прийняття державним експертом з питань таємниць рішення про ві-
днесення категорії відомостей до державної таємниці з встановлен-
ням ступеню їх таємності шляхом обґрунтування та визначення мо-
жливої шкоди національній безпеці України при розголошенні такої
інформації, включення цієї інформації до Зводу відомостей, що
складають державну таємницю, та оприлюдненням інформації про
віднесення відомостей до державної таємниці.
Для розуміння проблеми дотримання прав громадянина при
отриманні таємної інформації потрібно визначити порядок і підстави
ознайомлення з державною таємницею, оскільки сам порядок визна-
чає необхідність та корисність отримання інформації самою особою.
Право отримувати таємну інформацію належить не кожному, а тіль-
ки спеціальним суб’єктам, що займаються дозволеною законом дія-
льністю.
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Встановлюючи порядок доступу громадянина до державної таєм-
ниці, можна вказати, що такий доступ можливий лише шляхом на-
дання компетентною посадовою особою дозволу громадянину на
ознайомлення з конкретною таємною інформацією та здійснення ді-
яльності, пов’язаної з державною таємницею. Таким чином, грома-
дянин може отримати таємну інформацію з дозволу посадової особи
або завдяки службовим повноваженням.
Закон має прямі вказівки про те, кому може надаватися право до-
ступу до державної таємниці. Виправданими є вимоги, які встанов-
люють право надавати дозвіл тільки дієздатним громадянам України,
яким потрібна таємна інформація в зв’язку з службовою, виробни-
чою, науковою чи науково-дослідницькою діяльністю або з навчан-
ням.
Рішення про надання доступу до конкретної таємної інформації
та її матеріальним носіям здійснюються у формі наказу чи письмово-
го розпорядження керівників органів державної влади, органів міс-
цевого самоврядування, підприємств, установ та організацій, в яких
здійснюються роботи, пов’язані з державною таємницею, або збері-
гаються матеріальні носії таємної інформації.
Відмова в наданні громадянину України доступу до конкретної
таємної інформації та її матеріальним носіям можлива тільки у випа-
дках, передбачених законом, та може бути оскаржена в суді.
Будь-якому громадянину для отримання доступу до таємної ін-
формації потрібен спеціальний допуск, який надається в чітко визна-
чених спеціальних випадках. Виключення надаються Президенту
України, Голові Верховної Ради України, Прем’єр-міністру України,
Голові Верховного Суду України, Голові Конституційного Суду
України, Генеральному прокурору України, Голові Служби безпеки
України, доступ до державної таємниці всіх ступенів таємності яким
надається за посадою після складання ними письмового зобов’язання
про зберігання державної таємниці.
Іноземцям та особам без громадянства доступ до державної таєм-
ниці надається у виключних випадках на підставі міжнародних угод
України, згоду на обов’язковість виконання яких надано Верховною
Радою України, або з письмового розпорядження Президента Украї-
ни при врахуванні забезпечення національної безпеки України за
пропозицією Ради національної безпеки і оборони України.
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Допуск до державної таємниці передбачає оформлення права
громадянина на доступ до таємної інформації. В залежності від сту-
пеня таємності надаються три види допуску. Вимоги до особи, яка
може отримати право на доступ до таємної інформації, включають:
громадянство України; дієздатність особи; досягнення віку 18 років;
необхідність отримання інформації в зв’язку зі службовою, вироб-
ничою, науковою або науково-дослідницькою діяльністю або на-
вчанням; наявність наказу чи письмового розпорядження керівника
органу державної влади, органу місцевого самоврядування, підпри-
ємства, установи або організації, де працює, знаходиться на службі
(в т. ч. відрядженні) або навчається громадянин.
Потрібно зазначити, що встановлення повної дієздатності за
ознакою повноліття (досягнення 18-річного віку) не є виключною. В
деяких випадках, які регулюються міністерствами, відомствами та
іншими центральними органами виконавчої влади, за узгодженням зі
Службою безпеки України, може бути надано допуск громадянам з
16 років для отримання державної таємниці з грифом “таємно” та
“особливо таємно”, а з 17-річного віку також до державної таємниці
зі ступенем “особливої важливості”.
Допуск до державної таємниці керівникові органу державної вла-
ди, органу місцевого самоврядування, підприємства, установи, орга-
нізації надається наказом чи письмовим розпорядженням посадової
особи, яка призначає її на посаду. У випадках, коли орган державної
влади, орган місцевого самоврядування, підприємство, установа, ор-
ганізація не підпорядковані іншому органу державної влади, органу
місцевого самоврядування, підприємству, установі, організації або
не відносяться до сфери їх управління, допуск до державної таємни-
ці керівникові надається наказом чи письмовим розпорядженням ке-
рівника органу, що є замовником робіт, пов’язаних з державною та-
ємницею.
Крім загальних вимог до особи, яка бажає отримати таємну інфо-
рмацію, держава встановлює додаткові вимоги, які передбачені ві-
домчими нормативними актами. До них відносяться: перевірка гро-
мадянина; встановлення громадянином для себе обов’язку по збері-
ганню державної таємниці; отримання в письмовій формі згоди гро-
мадянина на передбачені законом обмеження прав в зв’язку з допус-
ком до державної таємниці; обов’язкове доведення до громадянина
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норм юридичної відповідальності за порушення законодавства про
державну таємницю.
Встановлення додаткових вимог виправдано, оскільки мова йде
про безпеку всього населення країни, але відсутність чітких
роз’яснень у законі в деяких випадках призводить до грубих пору-
шень не тільки права людини на інформацію, а й взагалі основних
прав людини і громадянина.
Якщо визнано, що громадянин має право отримати таємну інфо-
рмацію за загальними ознаками, визначеними Законом, перед отри-
манням такої інформації проводиться перевірка цього громадянина.
Зроблено це з метою недопущення до інформації осіб, які мають
непогашену чи не зняту судимість за тяжкі злочини, і, таким чином,
можуть заподіяти новий злочин, або мають психічні захворювання,
вплив на які може полегшити доступ до інформації третім особам,
або вже мали обмеження доступу до таємної інформації в зв’язку з їх
контактами з іноземцями, або особа має намір переїхати на постійне
проживання за кордон.
Але в житті така перевірка надає можливість органам державної
влади відмовляти в доступі до таємної інформації громадянам при
наявності у громадянина адміністративних проступків або наявності
знятої чи погашеної судимості у родичів особи. Така практика грубо
порушує основні права та свободи громадян. Тому потрібне законо-
давче закріплення в законі, яку інформацію можна збирати про гро-
мадянина під час перевірки на можливість допуску особи до держав-
ної таємниці.
Однак, наявність виконання всіх умов ще не надає громадянину по-
вного права на доступ до таємної інформації. В доступі громадянину
може бути відмовлено, якщо хоча одна з умов не виконана, а також у
випадках пособництва громадянином діяльності іноземних держав, іно-
земній організації або їх представникам, а також окремим іноземцям чи
особам без громадянства, що заподіює шкоду національній безпеці
України, або участь громадянина в діяльності політичних партій чи
громадських об’єднань, діяльність яких заборонена законом.
Сам Закон України “Про державну таємницю” передбачає наступні
випадки відмови в наданні допуску до таємної інформації, а саме:
 повідомлення громадянином під час оформлення допуску не-
правдивих відомостей про себе;
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 постійне проживання за кордоном або оформлення документів
для виїзду для постійного проживання за кордоном;
 невиконання громадянином обов’язків по зберіганню держав-
ної таємниці, яка йому довірена або була довірена раніше.
Як і в будь-якому демократичному суспільстві, громадянин у ви-
падках отримання відмови в наданні допуску до державної таємниці
може оскаржити таку відмову посадовим особам вищого рівня або
через суд.
Зрозуміло, що, отримавши доступ до державної таємниці, грома-
дянин не може використовувати та поширювати отриману інформа-
цію на свій розсуд. Тобто, Закон передбачає низку обов’язків та об-
межень, виникаючих одночасно з допуском і доступом до державної
таємниці.
Громадянин не має права розповсюджувати відомості, що
становлять державну таємницю, яка стала йому відомою в
зв’язку з виконанням ним службових обов’язків чи довіреною
громадянину.
В зв’язку з реальною інформованістю відомостями, що містять
державну таємницю, права громадянина можуть бути обмежені у ви-
гляді заборони права виїзду на постійне місце проживання за кордон
до часу надання відповідній інформації режиму відкритої, але не бі-
льше ніж на п’ять років з часу припинення діяльності, пов’язаної з
державною таємницею. Тобто, за конституційними принципами
громадянства, людина має борг (встановлений обов’язок) перед дер-
жавою і повинен його виконати.
Не обмежується виїзд громадянина в держави, з якими Україна
має міжнародні договори, які передбачають такий виїзд.
Також на громадянина розповсюджується обмеження свободи
інформаційної діяльності, що ґрунтується на встановлених між осо-
бою і державою правових відносин. Законодавець встановлює, що
під час підготовки матеріалів для опублікування, поширення у пресі
та інших засобах масової інформації або переміщення їх через кор-
дон громадяни з метою охорони інформації, що становить державну
таємницю, зобов’язані дотримуватися встановлених законом право-
вих норм.
Установлені та визначені правові рамки отримання, зберігання,
використання та поширення відомостей, що містять державну таєм-
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ницю, передбачають здійснення визначених заходів щодо охорони
державної таємниці, а також санкції за її розголошення.
Однак визначено значну проблему пріоритету громадянина на
отримання інформації. В Україні не визначено обов’язки держав-
них органів влади публікувати документи, що втратили гриф дер-
жавної таємниці [Див., напр. 205, 135–137]. Для порівняння із за-
коном США “Про свободу доступу до інформації” 1996 р.: всі
державні органи, включаючи військові та розвідувальні служби,
зобов’язані публікувати на спеціальних офіційних сайтах будь-які
документи, що містять секретну інформацію, за винятком даних
про осіб, після закінчення строку її конфіденційності (таємнос-
ті) [206, 21–23].
Охорона державної таємниці – це комплекс організаційно право-
вих, інженерно-технічних та оперативно-розшукових заходів, спря-
мованих на попередження розголошення таємної інформації або
втрати її матеріальних носіїв.
Усі державні органи, органи місцевого самоврядування, підп-
риємства, установи, організації здійснюють охорону державної
таємниці шляхом охорони відповідних матеріальних носіїв інфо-
рмації, що визначаються такими лише при наявності встановле-
них законом реквізитів. Кожний матеріальний носій, що вміщує
таємну інформацію, встановлює гриф таємності, який відповідає
змісту інформації, віднесеної до “особливої важливості”, “цілком
таємній”, “таємній”, а також дату та строк, на який надано гриф
таємності.
З метою охорони таємної інформації встановлюються:
 єдині вимоги щодо виготовлення, користування, збереження,
передачі, транспортування і обліку носіїв інформації, що ста-
новлять державну таємницю;
 ліцензування підприємств, установ, організацій, які здійсню-
ють діяльність, пов’язану з державними таємницями;
 особливий режим діяльності (режим секретності) визначених
підприємств, установ і організацій;
 спеціальний порядок доступу громадян до державної таємниці;
 обмеження щодо обнародування, передачі іншій державі або
розповсюдження іншим шляхом інформації, що становить
державну таємницю;
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 обмеження щодо перебування і діяльності в Україні іноземних
громадян та іноземних юридичних осіб, а також розташування
і переміщення об’єктів і технічних засобів, що їм належать;
 спеціальний порядок здійснення судових, наглядових, контро-
льно-ревізійних та інших функцій органів державної влади
стосовно підприємств, установ і організацій, діяльність яких
пов’язана з державними таємницями;
 відповідальність за порушення законодавства про державну
таємницю [207].
В органах державної влади, органах місцевого самоврядування,
на підприємствах, установах та організаціях, які виконують діяль-
ність, пов’язану з державною таємницею, з метою розробки та здійс-
нення методів по забезпеченню режиму таємності, постійного конт-
ролю за їх використанням утворюються на правах окремих структу-





НА ІНФОРМАЦІЮ В УКРАЇНІ
3.1. Місце інформаційних відносин у державному управлінні
та їх значення у забезпеченні демократизації суспільства
Інформаційні відносини є органічною частиною політичної, еко-
номічної, соціально-культурної сфери діяльності Української держа-
ви. Ці відносини пов’язані не тільки з матеріальними цінностями, а й
з духовними потребами громадян.
Інформація з економічної точки зору дає змогу сформувати більш
кваліфіковану робочу силу, яка може забезпечити на вищому рівні
відтворення капіталу всього суспільного виробництва.
Теорія державного управління розглядається у наукових роботах
В. Б. Авер`янова, І. В. Арістової, Г. В. Атаманчука, В. Г. Афанасьєва,
І. Л. Бачило, К. І. Бєлякова, Н. К. Дніпренко, О. О. Казанської,
А. П. Коренєва, Н. Р. Нижник, В. Ф. Опришко, Р. О. Халфіна, в яких
були висвітлені окремі проблемні питання розвитку системи держа-
вного управління. Постає питання зміцнення структурної цілісності
системи державного управління, в якій пріоритет права людини, в
тому числі на інформацію, забезпечується законом, а вирішення
проблемних питань здійснюється в правовому полі й на законодав-
чому рівні.
Проблеми управління інформаційними відносинами тісно
пов’язані з загальними проблемами державного управління. Від зро-
зумілої взаємоузгодженої законної дії системи органів державної
влади залежить дотримання законних прав і свобод громадян, ефек-
тивність діяльності держави [208, 106].
Ефективність реформ в Україні, як і в інших постсоціалістичних
державах, залежить від того, наскільки ефективна національна сис-
тема державного управління, яка служить національним інтересам та
інтересам людини. Г. Атаманчук наголошує, що саме управління є
тією ланкою, яка поєднує державу і суспільство [209, 39]. І як дореч-
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но додає В. Селиванов, не можна зводити мету сучасної політичної
реформи в Україні лише до вдосконалення окремих владних інсти-
тутів або навіть до гармонізації функціонування існуючих гілок вла-
ди. Мова йде про трансформацію системи взаємозв’язків у цілому
держави і суспільства, внутрішніх інтересів України і її зовнішніх
цілей [94, 11].
На методологічному рівні бачиться логічним встановити співвід-
ношення інститутів державного управління, правового регулювання
інформаційними відносинами та забезпечення в цій системі права
людини на інформацію.
Проблемні питання державно-правового регулювання та управ-
ління достатньо часто досліджуються науковцями у теоретичній та
практичній площині [Див. напр. 210; 211].
Використовуючи метод структурного аналізу та аналітичний ме-
тод, у цьому найбільш компільованому розділі надається авторський
оригінальний системний підхід до вирішення власного наукового за-
вдання.
Загальновідомо, що для існування демократичного режиму необхід-
но мати органи державного управління, які на ґрунті Закону та легітим-
но виконують функцію держави, а не тільки здійснюють управління
шляхом перерозподілу та споживання матеріальних благ. Особливо при
регулюванні інформаційних відносин потрібно мати не стільки контро-
люючий бюрократичний апарат, скільки один єдиний координуючий
центр для всіх суб’єктів інформаційного простору.
Найбільш ефективним демократичним механізмом впливу суспі-
льства на владу є механізм публічного впливу суспільної думки або
публічної політики. Характер та якість функціонування механізму
публічної політики залежить від таких найголовніших факторів, як
організація та забезпечення вільного доступу до джерел інформації,
юридичні, економічні та технологічні умови розвитку засобів масо-
вої комунікації [212, 3].
Необхідно знайти оптимальні варіанти державного управління
стосовно системної трансформації суспільства з урахуванням глоба-
льних процесів у всіх сферах життя, орієнтуючись на створення ви-
сокотехнологічного, високоінтелектуального суспільства.
Перехід будь-якої країни до інформаційного суспільства вимагає
переосмислення, а, в окремих випадках, і розробки нових механізмів
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регулювання відносин, що виникають між громадянами, їх
об’єднаннями та державою [115, 46].
Всередині суспільної системи визрівають нові взаємовідносини,
які визначають нову конфігурацію взаємовідносин влади і суспільст-
ва, її структуру та завдання, що, в свою чергу, потребує наукового
осмислення, теоретичного обґрунтування, вивчення та адаптації дос-
віду інших країн для вироблення ефективної державної політики в
означеній сфері в Україні.
Саме тому головним завданням є формування нового конструк-
тивного стилю мислення, виключення з механізму його функціо-
нування спонтанних, суто командно-адміністративних методів і
заходів і заміна їх управлінськими рішеннями, підґрунтям яких має
бути інформаційно-аналітична діяльність і сучасна техноло-
гія [213; 214, 18].
За інформацією Комісії вропейської Ради на життя у
ХХІ столітті значно впливає поява нових технологій інформаційного
суспільства та усвідомлення необхідності пошуку шляхів сталого ро-
звитку [215].
Україна потребує, насамперед, підвищення професійно-
інтелектуального рівня представників владних кіл до відповіднос-
ті сучасним потребам і вимогам управління суспільством в умовах
його подальшої демократизації і гуманізації, переходу на більш
вищий ступінь соціально-економічного розвитку, до політичної та
правової системи з більш складними, багатовимірними структу-
рами.
Сучасне розв’язання кризи державного управління в Україні, як і
в інших пострадянських суспільствах, пов’язане з якісним понов-
ленням політичного керівництва країни, підвищенням його інтелек-
туального потенціалу [216, 23]. Ідеї реформи можуть бути реалізова-
ні тільки тоді, коли її ідеологи та виконавці матимуть кращі, сучас-
ніші знання про умови її проведення, ніж противники реформ, та во-
лодітимуть дієвим планом її реалізації [217, 6]. “Відкритість влади”
розглядається не лише як спосіб забезпечення ефективності діяльно-
сті органів державної влади, а як умова реалізації цілої низки фунда-
ментальних принципів конституційного ладу [218, 366].
За останні роки місце і роль держави в регулюванні процесів роз-
витку сфери інформатизації суспільства докорінно змінилися. Рані-
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ше завдання держави полягали у забезпеченні державних управлін-
ських структур лініями зв’язку, комп’ютерами, інформацією, а нині
– у формуванні національної інформаційної інфраструктури та інфо-
рмаційних ресурсів, які можуть використовуватися всіма суб’єктами
суспільства.
Результативним засобом регуляції відносин між владою та інфо-
рмацією виступає право [219; 220], яке стримує свавілля як однієї,
так і іншої сторони, що передбачає наявність для них взаємних сти-
мулів і обмежень.
Основний Закон України проголошує основні принципи інфор-
маційних відносин. Гарантією цих принципів проголошується дер-
жавна інформаційна політика.
Державну інформаційну політику розробляють і здійснюють ор-
гани державної влади загальної компетенції, а також відповідні ор-
гани спеціальної компетенції.
Закон України “Про інформацію” визначає головні напрями і
способи державної інформаційної політики:
 забезпечення доступу громадян до інформації;
 створення національних систем і сіток інформації;
 зміцнення матеріально-технічних, фінансових, організаційних,
правових і наукових основ інформаційної діяльності;
 забезпечення ефективного використання інформації;
 сприяння постійному оновленню, збагаченню і збереженню
національних інформаційних ресурсів;
 створення загальної системи охорони інформації;
 сприяння міжнародному співробітництву в галузі інформації і
гарантування інформаційного суверенітету України (ст. 6) [45].
Цим же Законом (ст. 10) держава гарантує право на інформацію
та його забезпечення:
1. Органи державної влади , органи місцевого та регіонального
самоврядування зобов’язані інформувати про свою діяльність і
прийняті рішення.
2. Державні органи включають спеціальні інформаційні служби
або системи, які забезпечують доступ до інформації.
3. Суб’єкти інформаційних відносин мають вільний доступ до
статистичних даних, архівних, бібліотечних та музейних фон-
дів.
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4. Держава здійснює контроль за дотриманням законодавства про
інформацію.
5. Держава встановлює відповідальність за порушення законо-
давства про інформацію.
Сучасний стан розвитку телекомунікаційних технологій (особли-
во Інтернет-технологій) робить надзвичайно актуальним питання
співвідношення державних і приватних інтересів, що впливає на
ступінь втручання держави в суспільні відносини. Дехто вважає, що
нині держава здійснює контроль над особистістю через упорядку-
вання відповідних інформаційних процесів, маніпулюючи таким чи-
ном свідомістю. Хоча існує можливість розвитку вільного інформа-
ційного середовища без надмірного втручання держави.
Процеси державотворення вимагають подальшого підвищення
якості державного керівництва даною сферою суспільних відно-
син.
Основу “електронного порядку” складають також закони щодо
визначення юридичної сили електронних документів, електронного
підпису тощо.
Учасниця шостих “Лазаревських читань” доктор юридичних наук
І. Д. Тіновицька звернула увагу на три аспекти взаємодії людини та
державного управління в інформаційному суспільстві.
У першому аспекті, коли людина безпосередньо бере участь у
роботі органів державного управління, її праця пов’язана з інформа-
цією, а процеси інформатизації суспільства сприяють підвищенню її
творчої ролі.
У другому аспекті взаємодії людини з системою державного
управління вона звертається до органів державного управління,
управлінських структур, посадових осіб з приводу реалізації своїх
прав, їх захисту та охорони. Таким чином людина задовольняє свої
потреби, зокрема й інформаційні, що регулюються Законом України
“Про інформацію” [45].
У третьому аспекті взаємодії людини з системою державного
управління виявляється необхідність захисту особистих прав і сво-
бод (повага до особи, право на недоторканність особистого життя).
Особливої уваги вимагає законодавче регулювання відносин,
пов’язаних із охороною і захистом інформації, що містить персона-
льні дані про громадян і є доступною в умовах відкритості багатьох
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автоматизованих інформаційних систем у телекомунікаційних сітках
[221, 10].
Можна визначити наступний зміст державного управління в
Україні, зокрема в інформаційній сфері:
 правове регулювання відносин шляхом прийняття законодав-
чих актів, рішень державних органів, спрямованих на реаліза-
цію державної політики у цій сфері;
 створення системи центральних і місцевих органів управління
інформаційною галуззю, визначення їх структури і компетен-
ції;
 застосування інформаційних та інших заходів щодо вдоскона-
лення їхньої структури та поліпшення організації, підвищення
ефективності роботи;
 розгляд Верховною Радою України, Президентом України, Ка-
бінетом Міністрів України найважливіших питань щодо інфо-
рмаційних відносин, визначення пріоритетів державної політи-
ки в цій сфері в конкретний період розвитку держави шляхом
розробки та реалізації цільових комплексних програм;
 достатнє фінансування і матеріально-технічне забезпечення
інформаційної сфери; виділення у державному та місцевих
бюджетах цільових коштів для цього, залучення матеріаль-
них і фінансових ресурсів підприємств, установ і організацій,
об’єднань громадян, що функціонують в інформаційній сфе-
рі;
 створення системи гарантій захисту прав громадян на інфор-
мацію;
 створення достатньої мережі державних закладів та установ
широкого й різноманітного призначення з урахуванням специ-
фіки того чи іншого регіону (економічної та соціальної струк-
тури, традицій, демографічного складу населення, особливос-
тей географічного і кліматичного характеру тощо);
 утворення спеціальних фондів.
Стратегічною метою державної політики щодо побудови інфор-
маційного суспільства є максимально ефективне впровадження ін-
форматизації для приєднання до кола найбільш розвинутих країн, а
також зниження негативних наслідків поширення цього процесу в
суспільному житті [63, 126].
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У зв’язку зі змінами, які за роки реформ пережили ЗМІ в Україні,
виникло питання про цілеспрямовану політику держави по обгово-
ренню й розвитку організаційно-правового механізму управління ін-
формаційними процесами в країні.
Центральним постає питання про обмеження, зокрема про захист
таємної інформації та режими встановлення доступу до інформації.
Цей режим, як атрибут влади, є показником рівня політичного роз-
витку суспільства та демократизації його соціальних інститутів. Чим
сильніші адміністративні бюрократичні структури, тим більшої ваги
набуває система захисту таємності, яка породжує відчуження влади
від суспільства у політиці, економіці, соціальній сфері.
Досліджуючи конфіденційну інформацію, що є власністю держа-
ви, В. Макаренко зазначає, що органи державної влади [як правона-
ступники радянського апарату] по інерції створюють масиви відпо-
відної інформації, доступ до якої обмежується наданням таких гри-
фів обмеження доступу, як: “не для друку”, “опублікуванню не під-
лягає”, “конфіденційно”, “для службового користування” [222, 128].
Слід згадати, що перші сто днів президентства В. Ющенка були
відзначені значною кількістю виданих нормативних актів (610 Ука-
зів), серед яких 39 (50 % від загальнообов’язкових для невизначено-
го кола осіб) з неіснуючим грифом “Опублікуванню не підля-
гає” [223, 18].
Адміністративна реформа органічно поєднана із завданням пог-
либлення демократизації державного управління. Аспекти раціоналі-
зації державного управління, як вважає В. Б . Авер’янов, мають бути
підпорядковані його демократизації й гуманізації, відповідати стан-
дартам демократичної, правової держави із соціально орієнтованою
ринковою економікою [224, 25].
Виходячи з аналізу існуючої системи державних органів, необ-
хідно зауважити про необхідність комплексного, узгодженого підхо-
ду до регулювання суспільних інформаційних відносин.
Державні органи, що здійснюють загальне керівництво інформа-
ційною сферою, повинні мати єдину програму розвитку сфери інфо-
рмаційних відносин. Згідно з Конституцією та чинним законодавст-
вом управління інформаційним простором здійснюється компетент-
ними органами влади. Ключовими тут є Верховна Рада України,
Президент України, Кабінет Міністрів України та органи управління
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інформаційним простором: Державний комітет телебачення та ра-
діомовлення України, парламентський Комітет з питань свободи
слова та інформації, Національна рада України з питань телебачення
і радіомовлення [225, 3].
Відповідно до Конституції України (ст. 85) засади внутрішньої і
зовнішньої політики України визначаються Верховною Радою Укра-
їни. Парламент відіграє визначальну роль у керівництві інформацій-
ною сферою:
 визначає засади зовнішньої та внутрішньої державної політи-
ки, здійснює контроль за реалізацією державної програми;
 визначає законодавчі основи реалізації державної політики
щодо телебачення і радіомовлення, гарантії соціального та
правового захисту працівників цієї галузі [226].
У складі Верховної Ради України працює Комітет з питань сво-
боди слова та інформації. Він користується правом законодавчої іні-
ціативи. При Комітеті створено Громадську раду з питань свободи
слова та інформації, представники якої працюють у регіонах, здійс-
нюють моніторинг ЗМІ, моніторинг порушень свободи слова.
Уповноважений Верховної Ради з прав людини забезпечує здій-
снення парламентського контролю за додержанням конституційних
прав і свобод людини і громадянина, а також сприяє правовій інфо-
рмованості населення та захист конфіденційної інформації про осо-
бу [227].
Загальне керівництво даною сферою забезпечує Кабінет Мініст-
рів. Кабінет Міністрів та підвідомчі йому органи державного управ-
ління:
 забезпечують реалізацію політики держави у сфері інформа-
ційних відносин;
 забезпечують підготовку кадрів, створення необхідної мере-
жі державних навчальних закладів, науково-дослідних уста-
нов, стимулюють розвиток наукових досліджень з даних
проблем.
Кабінет Міністрів затвердив положення про міністерства і відом-
ства, які здійснюють управління конкретною галуззю з правом :
 вносити пропозиції щодо формування державної політики в
інформаційній та видавничій сферах, забезпечувати їх реаліза-
цію, здійснювати управління у цих сферах;
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 узагальнювати практику застосування законодавства з питань,
що належать до його компетенції, розробляти пропозиції щодо
вдосконалення законодавства.
Основні завдання полягають в:
 участі у формуванні та забезпеченні реалізації державної полі-
тики в інформаційній та видавничій сферах;
 аналізі та прогнозуванні розвитку інформаційного простору
України, ринку друкованої, теле- і радіопродукції;
 координації діяльності державних ЗМІ.
Основними напрямами діяльності є:
 організація і здійснення заходів, спрямованих на забезпечення
захисту інформаційного простору України;
 сприяння розповсюдженню інформації про діяльність органів
виконавчої влади;
 здійснення заходів щодо розвитку ринкових відносин в інфор-
маційній та видавничій сферах;
 забезпечення в межах своєї компетенції реалізації державної
політики стосовно державної таємниці, контроль за її збере-
женням.
Головними проблемами розвитку інформаційної сфери в Україні
визначено:
 невідкладне сформування та нормативне оформлення паради-
гми розвитку інформаційної сфери, вироблення параметрів
державної інформаційної політики;
 створення такої системи, де кожне підприємство, установа та
організація інформаційної сфери – незалежно від форми влас-
ності, величини капіталу чи кількості працівників, сфери по-
ширення, способу виробництва інформаційного продукту –
мають бути рівними серед рівних;
 перехід від Концепції державної інформаційної політики та
інформаційної безпеки України до системного інформаційного
кодексу;
 відпрацювання техніко-технологічних параметрів розвитку га-
лузей, особливо телерадіомовлення, вітчизняної поліграфії та
інших підсистем. У контексті впровадження новітніх інформа-
ційних технологій підвищити вимоги та ефективність роботи
спеціального підрозділу, що займається проблемою Інтернет. І
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не тільки в пізнавально-розважальному контексті, а, передусім,
у форматі спроможності здійснювати серйозну державну полі-
тику в цій сфері;
 створення єдиної інформаційної управлінської загальноукраїн-
ської системи за прикладом “електронного уряду” з реальною
відповідальністю посадових осіб за своєчасне, повне та прав-
диве оновлення інформації щодо владної діяльності;
 вироблення спеціальної державної програми взаємодії із засо-
бами масової інформації та журналістами з метою опрацюван-
ня єдиних підходів до прав журналістів незалежно від видання,
його юридичної, майнової, регіональної, політичної та іншої
особливості, та законодавчого закріплення їх обов’язків та від-
повідальності за моральність публікації [228, 21].
З метою реалізації та дотримання законодавства у сфері телеба-
чення та радіомовлення Законом України від 23 вересня 1997 р.
створено Національну раду України з питань телебачення і радіо-
мовлення, яка є підвідомчим державним контролюючим органом і
діє згідно з Положенням про Національну раду України з питань
телебачення і радіомовлення, затвердженого Верховною Радою
України.
Головні функції Національної ради визначені ст. 5 Закону Украї-
ни “Про телебачення та радіомовлення”:
 координація розробки єдиної концепції розвитку теле-, радіо-
інформаційного простору України та участь в її здійсненні;
 контроль за дотриманням телеорганізаціями законодавства у
сфері телебачення і радіомовлення України та умов ліцензій;
 надання телеорганізаціям на конкурсній основі ліцензій на
право використання каналів і часу мовлення;
 контроль за раціональним використанням ресурсів частот;
 визначення правил формування і збереження тимчасового ар-
хіву телерадіопередач.
Національна рада відповідно до Закону України від 23 вересня
1997 р. “Про порядок висвітлення діяльності органів державної
влади та органів місцевого самоврядування в Україні засобами ма-
сової інформації” забезпечує розміщення державного замовлення
на аудіо- і відеоінформаційну продукцію про діяльність Верховної
Ради України, Президента України, Кабінету Міністрів України і
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здійснює контроль за додержанням порядку, форм і стандартів мо-
влення.
Національна рада має право:
 визнати ліцензію як таку, що втратила силу, якщо телераді-
оорганізації не розпочали діяльності протягом року з дня її
одержання;
 одержати від усіх телерадіоорганізацій документи, відомості
та пояснення щодо їх діяльності;
 проводити в межах своєї компетенції перевірку діяльності
телерадіоорганізацій щодо умов і порядку використання ка-
налів мовлення;
Національна рада проти порушників може застосовувати такі
заходи, як попередження, накладення штрафних санкцій, тимча-
сове призупинення дії ліцензії або анулювання її.
Національна рада здійснює нагляд за дотриманням чинного за-
конодавства України щодо реклами, авторського права і суміжних
прав, спонсорської діяльності.
З метою координації діяльності телеорганізацій та забезпечен-
ня виконання законодавства України в галузі телебачення і радіо-
мовлення, нормативних актів Національної ради в АРК, областях
України, містах Києві та Севастополі створюються представницт-
ва Національної ради. Їх діяльність здійснюється на підставі По-
ложення про нього, яке приймається Національною радою.
В Україні діє також телеорганізація Суспільного мовлення
України [229]. Її головна мета – забезпечення прав громадян на
свободу думки і слова, на отримання достовірної та оперативної
інформації, створення конкурентоспроможної інформаційної про-
дукції та забезпечення входження України в світовий інформацій-
ний простір.
Суспільне телерадіомовлення України – це телерадіоорганіза-
ція з статусом єдиної загальнонаціональної неподільної і непри-
буткової системи масової комунікації, яка є об’єктом права влас-
ності українського народу. Воно діє згідно з програмною концеп-
цією, затвердженою Постановою Верховної Ради України від
21 листопада 1997 р. та Статутом, який затверджує Верховна Ра-
да. Те́лера́діомо́влення — створення (комплектування та/або па-
кетування) і розповсюдження програм, пакетів програм, передач з
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використанням технічних засобів телекомунікацій для публічного
приймання за допомогою побутових телеприймачів.
Правові основи діяльності друкованих засобів масової інфо-
рмації (преси) урегульовано в Україні Законом України “Про
друковані засоби масової інформації” від 16 листопада 1992 р.
[60]. Їх діяльність регулюється також іншими законами України:
 “Про рекламу” від 3 липня 1996 р. [230];
 “Про підприємництво” від 7 лютого 1991 р. [231];
 “Про розповсюдження примірників аудіовізуальних творів
та фонограм” від 23 березня 2000 р. [186].
Можна погодитись з думкою М. Томенко, що для того, щоб
поновити конституційний статус управління інформаційною
сферою, не обов’язково приймати нові закони. Потрібно почати з
того, щоб повернути конституційний статус тих державних орга-
нів, які повинні здійснювати управління інформаційним просто-
ром [225, 4]. Законодавчо внормувати ті правові прогалини, які
існують у нас сьогодні, в тому числі законодавчо розв’язати про-
блему такого недемократичного явища, як політична цензура,
ввести визначення цього поняття і жорстку відповідальність за
його застосування.
Потрібно згадати, що юридична відповідальність – це перед-
бачені законом вид і міра державно-владного (примусового) зіз-
нання особою втрат благ особистого, організаційного і майново-
го характеру за вчинене правопорушення [232, 346].
Сьогодні в Україні існують сотні законодавчих і нормативно-
правових актів, які орієнтовані на розвиток інформаційних про-
цесів, захист національного інформаційного простору, приско-
рення та безпечність інтеграційних процесів у світовому інфор-
маційному просторі.
Нагальним завданням, що реально зможе забезпечити проведення
адміністративної реформи з метою демократизації українського сус-
пільства, є встановлення відкритої інформаційної системи державно-
го управління, юридичної відповідальності за створення неконститу-
ційної “таємничості” діяльності органів влади, надасть можливість
провести реальну та ефективну адміністративну реформу, підготува-
ти політичну та правову системи до діяльності в глобальному інфо-
рмаційному суспільстві.
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3.2. Проблемні питання реалізації права
на інформацію в правовій системі України
Будівництво правової держави передбачає підвищення ролі зако-
ну в правовій системі, недопущення підміни законів відомчими нор-
мативними актами – при розумному їх співвідношенні, без прини-
ження ролі закону як акту, що регулює найбільш важливі суспільні
відносини. Тому актуальною є проблема дослідження місця і ролі
правотворення та правозастосування в інформаційній сфері.
Чекає свого вивчення і проблема кодифікації законодавства в да-
ній сфері, де здається доцільним більш широке використання такої
форми, як кодекси. В. Б. Авер’янов, як і багато інших науковців,
вважає необхідним підготувати в майбутньому проект інтегрованого
Кодексу загального адміністративного права України [233, 23].
Розвиток інформаційної діяльності вимагає формування відпо-
відного законодавства, тому що воно відстає від практики.
Ситуаційний підхід до формування інформаційного законодав-
ства України, з точки зору когнітивного (пізнавального) аспекту,
викликав ряд проблем щодо правового регулювання інформацій-
них відносин, серед яких:
1. Відсутність легальної, чіткої, ієрархічної єдності законів, що
є причиною суперечливого тлумачення для застосування норм на
практиці.
2. У зв’язку з тим, що різні закони та підзаконні акти, які регу-
люють суспільні відносини, об’єктом котрих є інформація, прий-
мались у різні часи без узгодження понятійного апарату, вони
мають ряд термінів, які недостатньо коректні, не викликають від-
повідну інформаційну рефлексію або взагалі не мають чіткого ви-
значення змісту. Термінологічні неточності, різне тлумачення од-
накових за назвою та формою понять і категорій призводить до їх
неоднозначного розуміння і застосування на практиці. Наприклад,
щодо інформаційних відносин зазначимо такі, як “таємна інфор-
мація”, “таємниця”, “документ”, “документована інформація”,
“майно”, “власність”, “володіння”, “інтелектуальна власність”,
“автоматизована система”, “суб’єкт суспільних відносин”, “учас-
ники суспільних відносин”, “система інформаційних відносин”
тощо.
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3. Велика кількість законів і підзаконних нормативних актів у
сфері інформаційних відносин ускладнює їх пошук, аналіз та узго-
дження для практичного застосування.
4. Має місце розбіжність щодо розуміння структури та складу
системи законодавства у сфері інформаційних відносин і підходів
до їх формування. Нерідко в окремих законах передбачається за-
стосування норм, виражених у підзаконних актах. Це створює в
практиці правозастосування деякими учасниками суспільних від-
носин колізію норм, ігнорування норм закону на користь норм пі-
дзаконного акту.
5. Нові правові акти у сфері суспільних інформаційних відносин
часто не узгоджені концептуально з раніше прийнятими, що призво-
дить до правового хаосу.
Тому в основу систематизації норм інформаційного права повинні
покладатися відпрацьовані юридичною наукою і перевірені практикою
основоположні принципи: поєднання традицій і новацій; інкорпору-
вання норм чинного інформаційного законодавства України в нову си-
стему через агрегацію інститутів права; формування міжгалузевих ін-
ститутів права на основі зв’язків з галузевими інститутами.
Важливою складовою побудови інформаційного права є форму-
вання в ньому інституту юридичної деліктології у сфері інформацій-
них відносин на принципі гармонізації норм з галузевими деліктоло-
гіями: конституційного, адміністративного, цивільного, трудового та
кримінального права.
Формування системи інформаційного законодавства висунуло
проблему гармонізації його на міждержавному рівні, з урахуванням
міжнародного права (його провідних складових: публічного і прива-
тного). Сьогодні можна констатувати, що у міжнародному праві ак-
тивно формується його інституція – міжнародне інформаційне право
світової інформаційної цивілізації.
Як було зазначено, на думку багатьох учених, національне інфо-
рмаційне законодавство повинно стати на шлях систематизації через
кодифікацію – створення системоутворюючого кодексу. Він розви-
ватиме визначені в Конституції України норми-принципи інформа-
ційних відносин, в тому числі щодо інформаційної безпеки людини,
суспільства, нації, держави. Кодекс має об’єднати, гармонізувати та
розвивати норми і принципи суспільних відносин, визначені в зако-
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нодавстві України, забезпечити дотримання конституційних прав та
свобод громадян, розвиток демократії в Україні.
Завданням вважається обов’язок враховувати ратифіковані Укра-
їною нормативні акти (угоди, конвенції) міжнародного права; легалі-
зувати позитивні звичаї у сфері інформаційних відносин і норми су-
спільної моралі, загальнолюдські цінності, визначені Організацією
Об’єднаних Націй в її Статуті, Декларації прав людини, рішеннях
вропейського Союзу та інших загальноприйнятих міждержавних
нормативних актів, що сьогодні виступають у ролі стандартів, за
якими визначається цивілізованість не тільки окремої країни, а й сві-
тового співтовариства загалом.
Розроблення проекту кодексу має проводитися методом агрегації:
удосконалення окремих правових норм чи створення нових міжгалу-
зевих інститутів не повинно порушувати цілісність і призначення
кодексу, а поліпшувати, удосконалювати його дієвість у цілому,
створювати нову системну якість, не притаманну окремим його
складовим [74, 89].
І. Бачило вважає, що правом не врегульовано відносини, на базі
яких розвивається сама галузь інформатизації – сукупність інформа-
тивного ресурсу, інформаційних технологій і комунікацій.
Зрозумілим є формулювання наступних завдань розвитку права в
даній галузі:
 встановлення правових параметрів регулювання інформацій-
них ресурсів, урегулювання відносин з приводу інформації і
всієї її інфраструктури;
 забезпечення правових механізмів використання наявних ін-
формаційних, програмних і комунікаційних ресурсів у інте-
ресах людини та суспільства за умов глобалізації;
 адаптація законодавства до міжнародних стандартів.
Розвитку інформаційної сфери мають сприяти такі закони:
 про розвиток галузі інформаційних технологій;
 щодо організації обліку і моніторингу;
 про впорядкування систем сертифікації, стандартизації, ліцен-
зування;
 про розвиток інформаційних систем;
 щодо забезпечення інформаційної безпеки;
 про захист і використання інтелектуальної власності;
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 про захист авторського права [209, 8].
Життя вимагає реформування адміністративного законодавства,
що передбачає запровадження:
 пріоритетності законодавчої регламентації прав, обов’язків і
порядку діяльності органів виконавчої влади;
 відповідальності діяльності органів виконавчої влади, їх поса-
дових осіб за свої рішення, дії чи бездіяльність перед громадя-
нами, права яких було порушено;
 можливості оскарження громадянами порушених прав як у
межах системи органів виконавчої влади, так і судовим шля-
хом, використовуючи механізми так званої адміністративної
юстиції.
Адміністративна реформа повинна мати фундаментальне нау-
ково-теоретичне забезпечення. Адміністративне законодавство не
відповідає вимогам сучасних інформаційних відносин. Узагалі, в
самому Кодексі про адміністративні правопорушення увага до ре-
гулювання суспільних інформаційних відносин становить менше
1 %.
Враховуючи, що державне будівництво можливе лише на відо-
мих нормах-принципах, новий Кодекс про адміністративні правопо-
рушення може бути прийнятий лише після прийняття Інформаційно-
го кодексу України.
В Україні існує проблема, пов’язана з самим процесом створення
правових норм у сфері охорони та захисту інформаційних ресурсів,
яка полягає у тому, що цим питанням займаються представники різ-
них міністерств і відомств. Це призводить до суперечностей у зако-
нодавчих і нормативних актах.
Удосконалення проблеми правового забезпечення розвитку
інформаційного ринку в Україні вимагає формування узгодженої
законодавчої та нормативної бази, яка чітко визначить умови ко-
мерціалізації та розповсюдження інформаційних продуктів, кри-
терії їх вартісного вибору, дозволить побудувати механізм реалі-
зації прав фізичних та юридичних осіб на інформаційні ресурси.
Важливими проблемами у сфері державного управління є: 1) роз-
будова інформаційної інфраструктури, інформаційних ресурсів;
2) безпека інформаційного простору; 3) міждержавний обмін інфор-
мацією [234, 135].
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Водночас не можна не визнати, що сучасні соціально-економічні
умови у сфері інформатизації суспільства характеризуються такими
негативними факторами, як:
 незадовільне забезпечення органів інформаційного управління
повною та достовірною інформацією на основі економічних
показників і одночасне навантаження зайвою інформацією, що
перешкоджає прийняттю адекватних управлінських рішень;
 відсутність механізму включення в господарський обіг та ко-
ординації інформаційних ресурсів призводить до економічних
втрат, а також посилення потенційних конкурентів;
 відставання вітчизняних інформаційних технологій та орієнта-
ція на закупівлю незахищеної імпортної техніки, що сприяє
поширенню несанкціонованого доступу до інформаційних ре-
сурсів і підвищує залежність вітчизняних споживачів від зару-
біжних виробників комп’ютерної та телекомунікаційної техні-
ки і технології.
На початку 2007 року профільний парламентський комітет звер-
нувся до Ради вропи та ОБС  з проханням провести відповідні
правові експертизи українських законів. За дорученням цих поваж-
них інституцій європейськими фахівцями проведено ґрунтовний
аналіз нашого інформаційного законодавства – як щодо відповіднос-
ті загальнодемократичним принципам, так і по конкретних положен-
нях окремих правових актів.
Експерти чітко окреслили визначені міжнародними документами
наріжні камені демократичної системи правового забезпечення ін-
формаційної діяльності.
1. Пріоритетне право людини на вільний обмін інформацією.
2. Можливість запровадження державою демократичних регуля-
тивних механізмів і чітко визначених й обґрунтованих обме-
жень.
Загалом в Україні створено логічно структуровану систему інфо-
рмаційного законодавства: рамковий закон “Про інформацію”, галу-
зеві закони по окремих видах ЗМІ, спеціальні закони щодо організа-
ційно-правових аспектів діяльності аудіовізуальних ЗМІ та окремих
сфер інформаційних відносин, закони, що врегульовують правовід-
носини у суміжних галузях [235, 15]. Визначено правові засади дер-
жавного регулювання інформаційної сфери, “змістовні” та “техноло-
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гічні” моменти діяльності ЗМІ, регулятивні повноваження відповід-
них владних інституцій.
Водночас практика виявила серйозні недоліки чинної норматив-
ної бази. Вони здебільшого пов’язані з технологією реалізації основ-
них засадних положень.
Сучасні політичні реалії значно різняться від того “цивілізовано-
го європейського зразка”, який було покладено в основу реформу-
вання політичної системи України [236, 86]. Кожна держава – член
Ради вропи зобов’язана здійснити зміни у національному законо-
давстві та привести його до вимог положень, які є європейськими та,
звичайно, міжнародними стандартами [237, 21].
Зокрема, більшість чинних законів не визначають чітких та про-
зорих процедур і механізмів їх застосування. На особливу увагу за-
слуговують пропозиції:
1.Сформулювати основну норму доступу до інформації держав-
них органів відповідно до рекомендацій Ради вропи: кожна особа
має право доступу до інформації (документів), якими володіють ор-
гани влади України.
2.Запровадити двоетапну процедуру визначення умов обмеження
доступу: перший етап – перевірка ймовірності шкідливих наслідків
надання інформації; другий – аналіз громадського інтересу до інфо-
рмації та зіставлення його з можливими негативними наслідками її
розкриття.
3.Чітко визначити критерії обмеження доступу до окремих видів
інформації: конфіденційної інформації; інформації, визнаної в уста-
новленому порядку державною таємницею; інформації, що стосу-
ється приватного життя; інформації фінансових установ та інфор-
мації обмежено оборотоздатної. Водночас заборонити втаємничен-
ня документів внутрішньовідомчої кореспонденції; інформації, да-
них, які стосуються правоохоронних структур; “яка не підлягає роз-
голошенню”.
4.Удосконалити положення щодо правового визначення форм,
механізмів і правил доступу до офіційної інформації.
5.Встановити реальну відповідальність посадових осіб за непра-
вомірне ненадання відкритої інформації.
Негативний експертний висновок отримав Закон “Про порядок
висвітлення діяльності органів державної влади і органів місцевого
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самоврядування в Україні засобами масової інформації”. Сутність
аргументації європейських фахівців можна окреслити двома тезами:
1. У демократичному суспільстві законодавство про ЗМІ має ба-
зуватися на презумпції свободи, а не на презумпції контролю.
2. В основу Закону покладено хибну схему – фінансовані держа-
вою органи інформації і громадські мовники фактично виступають
не “Суспільними контролерами” органів державної влади, а засоба-
ми їх інформаційної підтримки.
“Особливо шкідливими” для свободи слова визнано:
1.Порядок акредитації журналістів – відсутність єдиної для всіх
органів влади акредитації, непрозорість процедури акредитації, не-
виправдані підстави вилучення акредитації. Експерти звернули увагу
на те, що Закон визначає акредитацію “як привілеї”. Згідно ж із єв-
ропейськими нормами вона має надаватися “як право”.
2.Обмеження редакційної незалежності. Законом у багатьох ви-
падках передбачено, що саме і якими чином повинні висвітлювати
засоби масової інформації. Це може трактуватися як пряме втручан-
ня у редакторську незалежність. Тобто, визначений законом обсяг
права на висвітлення та коментарі діяльності владних інституцій не
відповідає критеріям міжнародних положень щодо свободи слова.
3.Правові засади утворення та діяльності Національної телекомпа-
нії та Національної радіокомпанії України. Ці телерадіоорганізації по-
винні відігравати роль національного суспільного мовника. На практи-
ці вони ж нічим не відрізняються від державних агентств новин.
Отже, експерти дійшли до доволі жорсткого висновку: закон ре-
комендується скасувати в цілому [238, 53].
Надзвичайно цікавими і практично корисними вбачаються заува-
ження та пропозиції до законодавства про аудіовізуальні ЗМІ – зако-
нів “Про телекомунікації”, “Про Національну раду України з питань
телебачення і радіомовлення”, “Про систему Суспільного телебачен-
ня і радіомовлення України”.
Експертні висновки чітко визначають ключові моменти і завдан-
ня розвитку законодавчої бази. Особливо важливими в цьому вбача-
ються три змістовних блоки:
І. Імплантація основних положень вропейської Конвенції про
транскордонне телебачення.
ІІ. Впровадження суспільного мовлення.
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ІІІ. Удосконалення правових засад діяльності Національної ради
України з питань телебачення і радіомовлення.
вропейська Конвенція про транскордонне телебачення була пі-
дписана представником України 17 липня 1996 р. Але питання про її
ратифікацію досі не розглядалося. Головна проблема полягає у тому,
що українська сторона не готова “гарантувати свободу приймання і
не обмежувати ретрансляцію на своїй території програм, які відпові-
дають положенням цієї конвенції” [239].
Ця “неготовність” зумовлена об’єктивними і суб’єктивними чин-
никами:
 по-перше, імплантація Конвенції вимагає ґрунтовного рефор-
мування чинного інформаційного законодавства;
 по-друге, вихований у тоталітарному суспільстві політикум пі-
дсвідомо побоюється вільного, хоча і чітко регламентованого,
допуску на внутрішній ринок не підконтрольних владі інфор-
маційних суб’єктів;
 по-третє, якісний рівень інформаційної продукції значної час-
тини національних виробників викликає небезпідставні сумні-
ви в їх конкурентоспроможності на відкритому ринку.
Декларуючи необхідність організації суспільного мовлення та
окреслюючи організаційно-фінансові засади його діяльності, закон
не визначив матеріальної бази та порядку створення такої системи.
Тобто, основні практичні аспекти залишилися поза нормами право-
вого регулювання. Тоді як питання набуло надзвичайної політичної
гостроти у зв’язку з боротьбою за важелі впливу на інформаційний
ресурс державного телерадіомовлення [223, 54].
Національною проблемою залишається удосконалення організа-
ційно-правових засад діяльності Національної ради України з питань
телебачення і радіомовлення. Основними завданнями у цьому плані
мають стати:
1. Забезпечення незалежності та неупередженості діяльності ре-
гулятивного органу, виведення його з-під можливого політичного
тиску основних суб’єктів державної влади – парламенту, Президен-
та, уряду.
2. Чітке визначення завдань, функцій, прав та обов’язків Націо-
нальної ради, узгодження відповідних положень законів України
“Про телебачення і радіомовлення”, “Про Національну раду України
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з питань телебачення і радіомовлення” та інших нормативно-
правових актів.
3. Упровадження “прозорої” процедури призначення і звільнення
членів Національної ради, унеможливлення блокування її роботи
владними структурами та політичними суб’єктами.
Таким чином, цілком можна погодитися з пропозиціями Ю. Коб-
зар, що настає час переходу від декларування “правильних” принци-
пів до прагматичного відпрацювання реальних “правил гри” на ін-
формаційному ринку. Вже зараз можна визначити основні завдання і
магістральні напрями цього процесу:
 збільшення інвестиційної привабливості суб’єктів українсько-
го медіа ринку, забезпечення розширеного виробництва націо-
нального інформаційного продукту;
 реформування системи регулятивних механізмів для забезпе-
чення якісного зростання економічної, технологічної та зміс-
товної складових національного медіа ринку;
 законодавча реалізація принципу “незалежності” ЗМІ, розроб-
ка правових механізмів мінімізації можливостей впливу на ін-
формаційну діяльність ЗМІ;
 реформування національного інформаційного законодавства
відповідно до європейських та світових стандартів [223, 54].
Надзвичайної важливості набуває проблема інформаційних війн,
які за визначенням В. Разуваєва, визначаються цілеспрямованою ді-
яльністю з боку будь-яких осіб проти органів державної влади, маси
людей чи однієї особи з використанням інформаційних технологій та
ресурсів [240, 83]. Та мають ознаки таємничості (можливості досяга-
ти мети без наявної підготовки проголошення війни), масштабності
(можливості наносити непоправну шкоду, не визнавав кордонів та
суверенітетів, без звичного обмеження простору в усіх сферах жит-
тєдіяльності людини), а також універсальність (можливість багато-
варіантного використання як військовими, так і цивільними структу-
рами країни нападу проти військових і цивільних об’єктів країни по-
разки) [241, 85].
Слід зазначити, що Україна безумовно має науково-технічний
потенціал для розвитку індустрії високих технологій (ІТ). На перших
етапах останній потребує економічної, правової, політичної підтри-
мки з боку держави і дасть їй можливість уникнути диктату економі-
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чних і політичних сил, що відстоюють інтереси світових лідерів зі
створення програмного забезпечення. Він повинен стати одним із
стратегічних напрямів розбудови нашої держави.
Сьогодні в Україні комп’ютерні програми захищаються лише но-
рмами авторського права. Закон України “Про авторські права та
суміжні права” визначає: поняття “комп’ютерна програма” охоплює
як операційну систему, так і прикладну програму, виражені у вихід-
ному або об’єктивному кодах [49]. Слід зазначити, що реальність
сьогодення вимагає захисту комп’ютерних програм не тільки автор-
ським правом, а й через залучення інших правових норм.
Задля забезпечення захисту інтелектуальної власності на рівні ро-
звинутих країн і для створення дієвого механізму боротьби з піратс-
твом в Україні був прийнятий Закон України “Про особливості дер-
жавного регулювання діяльності суб’єктів господарювання,
пов’язаної з виробництвом, експортом, імпортом дисків для лазер-
них систем зчитування” від 17 січня 2002 р. У Законі можна виділи-
ти наступні ключові положення:
 ліцензування виробництва, експорту, імпорту основних вуз-
лів обладнання, сировини для виробництва дисків (це сприя-
тиме здійсненню державного контролю за даним видом дія-
льності);
 ідентифікація дисків за допомогою нанесення на кожний виго-
товлений диск із записом інформації – спеціального ідентифі-
каційного коду;
 перевірка права на об’єкти авторського права та/або суміжні
права, зокрема виробництво дисків, які містять зазначені
об’єкти, має здійснюватись лише за наявності дозволу в осіб,
яким належить авторське право чи суміжні права;
 проведення позапланових (раптових) перевірок без поперед-
нього повідомлення суб’єкта господарювання. У разі пору-
шення вимог суб’єкт господарювання притягується до кримі-
нальної відповідальності, на нього накладаються фінансові са-
нкції, застосовуються спеціальні заходи.
Світова практика підтверджує необхідність застосування патент-
ного права для ефективного захисту комп’ютерних програм (КП). На
жаль, в Україні на сьогоднішній день не розроблено концептуальних
методологічно-правових підходів щодо захисту КП як таких, з вико-
191
ристанням патентного права. Існуюча в Україні практика дозволяє
захищати лише комп’ютерну технологію як спосіб, за умови здійс-
нення його за допомогою КП.
Для створення ефективної системи захисту КП потрібно:
1.Провести науково-правові дослідження щодо необхідності роз-
роблення Закону України “Про охорону прав на комп’ютерні про-
грами” та можливості надання структурі програми статусу окремого
об’єкта правової охорони з подальшим його захистом.
2.Розробити додаткові правила з експертизи винаходів,
пов’язаних з КП.
3.Провести аналіз можливості захисту КП нормами авторського
права лише у вигляді вихідного коду та розробити необхідні зміни
до Закону України “Про авторське право та суміжні права”.
4.Зменшити термін захисту майнових прав авторів КП до 20 ро-
ків за аналогію з терміном правової охорони, що надається патен-
тами.
5.Словосполучення “комп’ютерні програми” в п. 3 ст. 6 Закону
України “Про охорону прав на винаходи і корисні моделі” замінити
на “комп’ютерні програми як такі” [242, 111].
Для реформування системи правового захисту ПЗ необхідна не
стільки зовнішня рушійна сила, скільки внутрішня. Такою силою
може стати розвиток національної індустрії. Саме взаємовідносини
виробництва, розповсюдження та використання будуть, з одного бо-
ку, мати спонукальний характер у створенні ефективної системи
правового захисту ПЗ, а, з іншого, – шліфуватимуть цю систему. По-
чатком зазначеного процесу має бути прийняття рішення уряду щодо
створення державного замовлення на фінансування розроблення на-
ціонального ПЗ – операційної системи – програмної основи для ро-
боти будь-якого комп’ютера та пакету найуживаніших офісних про-
грам.
Собівартість такого набору програм може бути у десятки разів
меншою, ніж кошти, необхідні для придбання державними устано-
вами ліцензійного ПЗ. Розроблене за викладеною пропозицією про-
грамне забезпечення повинно бути безоплатно передане до держав-
них установ і, можливо, мати статус ПЗ вільного використання для
будь-якого із суб’єктів господарської діяльності на території Украї-
ни. Це надасть можливість:
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 створити міцне підґрунтя для досягнення та збереження ліцен-
зійної чистоти ПЗ у органах державного управління, держав-
них установах і приватному секторі тощо;
 при невеликих вкладеннях на початковому етапі значно зеко-
номити кошти бюджету в подальшому;
 інвестувати державні кошти та залучити іноземні інвестиції у
розвиток національної індустрії високих технологій та ство-
рення додаткових робочих місць;
 зберегти та примножити науково-технічний потенціал країни;
 на виконання вимог законодавства України про державну мову
вирішити питання українізації ПЗ у державних установах, осо-
бливо у сферах управління, освіти та науки, побуті [243, 64].
Говорячи про інформаційні технології, не можна обійти увагою
мережу Інтернет. Останній є безспірним фактором сьогодення, який
суттєво впливає на різноманітні сторони соціального життя. З ураху-
ванням швидкості та розмірів поширення комп’ютеризації у світі іс-
торію людства навіть поділяють на дві сфери – до та після появи ме-
режі Інтернет. Доступ населення до Мережі стає одним із важливі-
ших показників розвитку тієї чи іншої країни, а Окинавська хартія
глобального інформаційного суспільства (22 липня 2000 року) ви-
значила вільний обмін інформацією та знанням однією із демократи-
чних цінностей людства (ст. 3). Виникнувши як суто технічний засіб
передачі інформації, Інтернет перетворився на важливе соціальне
явище, яке привертає увагу фахівців різних наук, у тому числі юри-
дичної.
Застосовуючи традиційні для юридичної науки категорії, фахівці
обговорювали питання щодо визначення Інтернету як об’єкта або
суб’єкта права. У першому випадку Інтернет пропонувалося розгля-
дати як сукупність майна (технічний комплекс), яке належить пев-
ним особам на праві власності. У другому – робилася спроба знайти
у Інтернету ознаки юридичної особи (організаційну єдність, майнову
відокремленість, керуючі органи і т. ін.) [244]. Міркування юристів
призвели до висновку щодо неможливості застосування до Інтернету
категорії об’єкта або суб’єкта права. Така думка є сьогодні найбільш
поширеною.
Більш продуктивним можна вважати інший підхід, який розгля-
дає мережу Інтернет як об’єкт правового впливу. Отже, в юридично-
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му вимірі Інтернет виступає як сукупність особистих і майнових від-
носин, які виникають при застосуванні Інтернет-технологій і за сво-
єю природою потребують правового нормування.
Україна лише визначається щодо ставлення держави до Інтернету
та можливості державного впливу на розвиток Інтернет-відносин,
тому робити певні висновки поки що рано. Основними нормативни-
ми актами, які безпосередньо визначають сьогодні напрями регулю-
вання Інтернет-відносин в Україні, є Укази Президента України №
928/2000 “Про заходи щодо розвитку національної складової глоба-
льної інформаційної мережі Інтернет та забезпечення широкого дос-
тупу до цієї мережі в Україні” від 31 липня 2000 р. та № 528/2000
“Про заходи щодо захисту інформаційних ресурсів держави” від 10
квітня 2000 р.
Більшість відносин, що виникають у Інтернет-просторі, хоча і
мають певні особливості (часом дуже важливі), за своєю сутністю є
все ж такими, до яких повною мірою можуть бути пристосовані
усталені юридичні конструкції, терміни та принципи.
Аналіз відносин, що виникають у сфері електронного бізнесу, свід-
чить, що вони за своєю природою є цивільно-правовими відносинами
купівлі-продажу, поставки, перевезення, надання послуг тощо.
Так, в юридичному обігу виникло поняття “комп’ютерного зло-
чину”. В широкому розумінні воно означає злочин, який було вчи-
нено з використанням Інтернет-технологій. Новий Кримінальний ко-
декс України також передбачає відповідальність за дії, пов’язані із
незаконним втручанням у роботу електронно-обчислювальних ма-
шин (комп’ютерів), систем та комп’ютерних мереж, викраденням,
привласненням, вимаганням комп’ютерної інформації, порушенням
правил експлуатації автоматизованих електронно-обчислювальних
систем (статті 361–363 Кримінального кодексу України). Утім, не
викликає сумніву, що до “комп’ютерних злочинів” повною мірою
можуть застосовуватися загальні положення кримінального права
щодо об’єкта, суб’єкта, складу злочину, кримінальної відповідально-
сті тощо.
Разом з тим, ніхто не заперечує, що вже виникала необхідність
встановлення спеціальних правил, які б враховували особливості са-
ме Інтернет-відносин, створення норм міжнародного та національно-
го законодавства, спрямованих на їх ефективне регулювання. Серед
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різновидів Інтернет-відносин, у першу чергу, правового опосередку-
вання та визначення потребують наступні.
По-перше, це відносини, що пов’язані з функціонуванням самої
мережі й доступом до Інтернету – між виробниками, споживачами та
власниками різноманітних ресурсів (сайтів, серверів, адрес елект-
ронної пошти тощо).
По-друге, відносини, що виникають у сфері електронної комерції.
З правової точки зору цей термін означає сукупність правочинів, які
укладаються за допомогою Інтернет-технологій – договорів куплі-
продажу, перевезення, страхування, надання послуг, банківських ро-
зрахунків тощо. На 29 сесії Комісії ООН по праву міжнародної тор-
гівлі прийнято Типовий закон про електронну торгівлю, який реко-
мендовано Резолюцією 51/162 Генеральної Асамблеї від 16 грудня
1996 р.
По-третє, відносини щодо захисту авторських прав на об’єкти ін-
телектуальної власності, які розміщені в Інтернеті, а також ті, що
пов’язані з функціонуванням у Мережі засобів масової інформації.
Тут постає багато питань. Фахівці вважають, що поява Інтернету
взагалі поставила під сумнів саму концепцію копірайта [245, 18].
По-четверте, відносини, що виникають стосовно захисту конфі-
денційної інформації в Інтернеті, забезпечення цілісності систем, ін-
формаційної безпеки, запобігання розповсюдженню інформації, що
має кримінальний зміст (порносайти, ведення промислового шпіо-
нажу тощо). На 109 сесії Комітету Міністрів Ради вропи (8 листо-
пада 2001 р.) було прийнято “Конвенцію про кіберзлочин-
ність” [246]. Боротьба з кримінальним зловживанням зводиться до
чотирьох головних напрямів: запобігання несанкціонованого досту-
пу до інформації; пошкодження систем; маніпуляції даними; розпо-
всюдження інформації злочинного змісту.
Зроблено спробу поєднати Інтернет з державною безпекою. Так
з’явилися укази Президента України “Про заходи щодо розвитку на-
ціональної складової глобальної інформаційної мережі Інтернет та
забезпечення широкого доступу до цієї мережі в Україні”, “Про де-
які заходи по захисту інтересів держави в інформаційній сфері”,
“Про заходи щодо захисту інформаційних ресурсів держави”.
В. Прусенко вважає, що таким чином робиться спроба узаконити ма-
ксимальний державний контроль над вільним інформаційним обмі-
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ном у мережі Інтернет – найбільш універсальним сучасним засобом
реалізації права на інформацію [247, 33].
Дійсно, стрімкий розвиток новітніх інформаційних технологій та
їх упровадження в життя зумовили виникнення нового виду злочин-
ності – у сфері комп’ютерної інформації. Для України цей вид зло-
чинності новий, проте у багатьох країнах світу проблеми, які з ним
пов’язані, виникли давно. Перший злочин з використанням елект-
ронно-обчислювальної машини (ЕОМ) зареєстрований у США в
1969 р. В Україні кримінальна відповідальність за такі посягання бу-
ла встановлена лише у 1994 р. (ст. 198 КК УРСР 1960 р. “Порушення
роботи автоматизованих систем”).
Проаналізувавши наведені статистичні дані, можна дійти виснов-
ку, що комп’ютерної злочинності в Україні не існує. Проте, це не
так. Незначні статистичні показники свідчать про недосконалість за-
конодавства. Українська держава не готова повною мірою протидія-
ти злочинам у сфері комп’ютерної інформації. Втім інші країни при-
діляють значну увагу проблемі подібних злочинів. Україна відстає у
створенні відповідної нормативної бази. Навіть, у Комплексній про-
грамі профілактики злочинності на 2001–2005 рр. жодним словом не
згадується про злочини у даній сфері. Концепція національної безпе-
ки України, затверджена постановою Верховної Ради від
16 січня 1997 року, називає основні загрози національній безпеці в
інформаційній сфері. Однією з них є не виваженість державної полі-
тики та відсутність необхідної інфраструктури у названій сфері.
Загалом існує три основні підходи до визначення злочинів у да-
ній сфері. Прихильники першої позиції злочинами у сфері
комп’ютерної інформації вважають усі суспільно небезпечні діяння,
предметом яких є комп’ютерна інформація. Згідно з іншою точкою
зору, злочини слід вважати комп’ютерними у тому разі, коли інфор-
мація (інформаційні технології) є знаряддям їх вчинення. Останній
підхід полягає у визнанні злочинами тих посягань, і предметом, і
знаряддям вчинення яких є комп’ютерна інформація.
Отже, визначення злочинів у сфері комп’ютерної інформації мо-
жна узагальнити таким чином – це протиправні умисні суспільно не-
безпечні діяння, котрі посягають на відносини щодо здійснення ін-
формаційної діяльності стосовно комп’ютерної інформації, предме-
том і знаряддям вчинення яких є така інформація. Остання може іс-
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нувати у різних проявах – відомості, дані, комп’ютерні програми
тощо [248, 86].
Як бачимо, відносини, що виникають у Мережі, є неоднорідними за
своєю правовою природою. Важко навіть знайти певні критерії для їх
класифікації. диним є те, що вони виникають, розгортаються та при-
пиняють свою дію в Мережі. Отже, сьогодні особливого значення набу-
ває пошук адекватних юридичних механізмів, здатних ефективно впли-
вати на відносини, що виникають із використанням Інтернет-
технологій, і забезпечувати їх всебічний розвиток [249, 127].
Таким чином, подальше вдосконалення проблеми правового за-
безпечення розвитку інформаційного простору в Україні вимагає
формування узгодженої законодавчої та нормативної бази, яка чітко
визначить умови комерціалізації та розповсюдження інформаційних
продуктів, визначить критерії їх вартісного виміру, дозволить вибу-
дувати гнучкий механізм цивілізованої реалізації прав фізичних та
юридичних осіб на інформаційні ресурси на внутрішньому і зовніш-
ньому ринках. При цьому має враховуватись і такий суперечливий
фактор, як прагнення до безмежного збільшення і мінімальної урегу-
льованості інформаційних потоків з боку споживачів інформаційно-
го продукту та необхідність введення законодавчих обмежень на
розповсюдження інформації для гарантування національних науко-
во-технічних та економічних інтересів [250, 98–99].
Важливим аспектом забезпечення права людини в теорії інфор-
маційного права є наступна проблематика:
 визначення та правове закріплення провідних напрямів і ме-
тодів державної політики у сфері вибору мов спілкування, ко-
мунікації в державі тощо;
 регулювання суспільних відносин у сфері засобів масової ін-
формації, визначення їх подібностей та відмінностей, система-
тизація їх через агрегацію (преса, видавнича справа, радіо, те-
лебачення, комп’ютерні мас-медіа);
 забезпечення умов розвитку і захисту всіх форм власності на
інформацію та інформаційні ресурси (право власності на інфо-
рмацію; загальні та особливі умови, форми власності);
 організація та управління створенням і розвитком державних
інформаційних систем і мереж, забезпечення їх сумісності та
взаємодії в єдиному інформаційному просторі України;
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 правове регулювання створення реальних умов для якісного та
ефективного забезпечення необхідною інформацією громадян,
органів державної влади, органів місцевого самоврядування,
державних і приватних організацій, об’єднань на основі дер-
жавних інформаційних ресурсів, сучасних інформаційних тех-
нологій;
 забезпечення співвідношення інтересів суб’єктів суспільних
інформаційних відносин у сфері національної безпеки, складо-
вою якої є інформаційна безпека, визначення загроз безпеці
суспільних інформаційних відносин, регулювання захисту ін-
формації, в тому числі в автоматизованих системах;
 забезпечення реалізації конституційних прав осіб (приватних
немайнових) на режим доступу до персональних даних – інфо-
рмації про громадян та їх спільноти (організації) за умов інфо-
рматизації державних органів управління;
 державно-правове сприяння формуванню ринку інформацій-
них ресурсів, послуг інформаційних систем, технологій, з
пріоритетами для вітчизняних виробників інформаційної про-
дукції, засобів, технологій;
 державне стимулювання вдосконалення механізму залучення
інвестицій, розроблення і реалізації проектів національної про-
грами інформатизації (установ, підприємств, організацій, всіх
форм власності, міністерств та відомств, регіонів тощо);
 забезпечення правового режиму формування та використання
національних інформаційних ресурсів, збору, обробки, нако-
пичення, зберігання, пошуку, поширення та надання спожива-
чам інформації;
 правове регулювання стимулювання створення і використання
в Україні новітніх інформаційних технологій тощо.
В умовах глобалізації та переходу до інформаційного суспіль-
ства особливе значення набуває реалізація права на інформацію,
встановлення пріоритету права людини на інформацію як необ-
хідної складової демократичного суспільства. Запропоновано ме-
тодологію формування правової системи регулювання інформа-
ційних відносин в Україні в частині реалізації права на інформа-
цію. Здійснено розробку теоретичних підходів щодо забезпечення
державних гарантій права на інформацію, спрямованих на наукове
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та практичне використання результатів, одержаних у процесі дос-
лідження.
Сучасна українська правова система регулювання інформа-
ційних відносин залежить від загальної тенденції впливу глобалі-
зації на національне законодавство та розвиток інформаційного
суспільства. Правові аспекти реалізації права на інформацію по-
винні враховувати як позитивні (скорочені терміни отримання
значної кількості інформаційного продукту), так і негативні
(створення стану небезпеки для самої людини) наслідки впливу в
умовах глобалізації. Першочерговим завданням постає формуван-
ня правової основи, законодавча підтримка та правовий захист
ринку інформаційних продуктів і послуг.
Формування науково-обґрунтованої правової системи регулю-
вання інформаційних відносин повинно враховувати теоретико-
методологічні засади інформаційного права та практику правово-
го регулювання міжнародних інформаційних відносин. Методоло-
гія дослідження загальної характеристики етапів становлення, те-
нденцій розвитку міжнародного та національного інформаційного
права, що базується на діалектичному та порівняльно-правовому
методі, надає можливість визначити пріоритети інформаційного
права України та надати практичні рекомендації щодо забезпе-
чення конкурентоспроможності національного інформаційного
законодавства.
Досвід зарубіжних країн щодо регулювання інформаційних ві-
дносин засвідчує, що інтеграційна концепція, яка передбачає ви-
користання за особливою процедурою (ратифікація) міжнародних
норм у національному законодавстві, є найбільш прогресивною
для української правової системи.
Інформаційне право України виступає самостійною комплекс-
ною галуззю національного права, що вимагає теоретичного об-
ґрунтування окремих інститутів інформаційного права при їх
комплексному застосуванні в українській правовій системі, вста-
новлення самостійного методу інформаційного права.
Значна кількість нормативно-правових актів визначає ситуа-
ційний підхід до формування інформаційного законодавства
України і викликає низку проблемних питань: відсутність легаль-
ної, ієрархічної єдності законів і відсутність тотожного понятій-
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ного апарату, суперечність практичного застосування норматив-
но-правових актів, як наслідок, відсутність реального правового
механізму реалізації права на інформацію.
Комплексний, тотожний підхід до регулювання всіх напрямів
інформаційних відносин надає реальну можливість для демокра-
тизації українського суспільства, забезпечує гарантії виконання
обов’язків держави перед громадянином, пріоритет людини щодо
отримання інформації. Інформаційне законодавство, ґрунтуючись
на міжнародних і конституційних принципах інформаційного
права, повинно визнавати наявність режиму обмежено оборотоз-
датної та дифамаційної інформації.
Крім документованої інформації, правовій охороні підлягає
будь-яка інформація незалежно від форми носія. Правове забезпе-
чення повинні отримати умови створення відкритої інформації,
інформації з обмежено оборотоздатним та обмеженим доступом.
Правовими нормами необхідно врегулювати процедуру оприлюд-
нення інформації, що втратила режим таємності. Суб’єкти, що на-
дають інформацію про себе з метою комплектування інформацій-
них ресурсів країни або інших інформаційних баз, мають право
безоплатно користуватися цими даними.
В межах методології інформаційного права необхідно встано-
вити інститут деліктології. Забезпечити реальну юридичну відпо-
відальність посадових осіб і керівників органів державної влади
за ненадання або не оприлюднення публічних відомостей, чи сис-
тематичне порушення права людини на інформацію. Одночасно
встановлюється юридична відповідальність для суб’єктів, що
створюють неправдиву інформацію, перекручують отримані відо-
мості з метою передачі або передають недостовірну чи неповну
інформацію. Потрібно законодавчо обумовити існування приму-
сових дій проти недобросовісних операторів. Деліктне право є
обов’язковою частиною науки та галузі інформаційного права
України.
Особливого правового захисту потребує інститут особистої та-
ємниці. Виконання міжнародно-правових вимог в аспекті збере-
ження конфіденційності щодо персональних даних є найважливі-
шим інститутом сучасного інформаційного права.
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Відсутність правових меж інформаційного забезпечення та ін-
формаційної взаємодії між управлінськими структурами, між
державою, місцевим самоврядуванням, громадянами є гальмую-
чим фактором розвитку держави.
Вимагається встановлення чіткого розмежування нормативно-
технічного захисту від несанкціонованого доступу до інформації
та законодавчого регулювання системи інформаційних відносин.
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