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個人情報保護法で保護されないプライバシーに対する 
企業による配慮の重要性 
 
川口 嘉奈子 
 
１ 概況と全体の構成 
 
私たちの身体がいまどのような状態で、日々どのような行動をしていて、何
を感じているかということ。あるいは、そこら中にある物や道具の一つ一つが
どのような状態かということ。こうした事柄がデータとしてリアルタイムで収
集・分析され、医療分野や行政サービス、そして広告産業を中心に利活用され
るようになった。国民に関する情報やデータが国家によって集められることは
国家による監視に繋がり、プライバシーの侵害を惹き起こすという「国家 vs.
個人」の構図は伝統的に注目されてきた1。この文脈におけるプライバシー（の
権利）は、国民の幸福な生活を保障するために彼ら一人一人の自由に法的な干
渉や制限を与えられる国家に対し、国民に必須の自由を保証するために存在す
る「国家に好きなように個人を決定させない権利」2として理解される。 
ところが、近年のプライバシー侵害は「国家 vs.個人」という枠組みの内部だ
けではなく、「個人と個人」3や「企業と個人」という関係においても生じやす
くなった。いわゆる「プライバシー1.0」から「プライバシー2.0」への転換であ
る4。国家による制限と個人の権利はいわば持ちつ持たれつの関係にあるとも言
えるが、他人や企業は自らの利益のために行動するため、個々人のプライバシ
ー保護と他人や企業による利益追求は互いに与えあう関係とはいかないだろう。
企業が個人の情報を利用する際の規則を定めた日本の個人情報保護法は、プラ
イバシーに関わる自分の情報の主導権をもつのが自分であればプライバシーは
守られるという「自己情報コントロール権」5を制度的に担保したものである。
                                                   
1 たとえば、Johnson (2001)においては、特に 60、70 年代に、高度に集権化した米国政府に
すべての電子情報が収集されると政府に大きな力を与えてしまうという、いわゆるビッグブ
ラザーの恐怖が生じ、後に政府の情報収集を制限する法律が可決されるといった経緯があっ
たことが示されている（訳書では pp.159-166）。 
2 Rubenfeld (1989). 「国家に好きなように個人を決定させない権利」という表現は、翻訳『プ
ライヴァシーの権利』の日本語版序文 p.ⅳより拝借した。 
3 個人間におけるプライバシー侵害が日本で初めて認められた事例は、1961 年に行われた通
称『宴のあと』裁判である。 
4 プライバシー1.0 とプライバシー2.0 という区分は Zittrain (2008)によるものである。 
5 日本における「自己情報コントロール権」は、Westin (1967)の「自己に関する情報を、い
つ、どのように、また、どの程度に他人に伝えるのかを自ら決定できる権利」が根拠になっ
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しかしながら、2003 年に成立した個人情報保護法は現代のプライバシー保護制
度としては（主に個人情報を利活用／保護するためのしくみが、現在の高度化
された情報処理技術と商業利用に適していないために産業界が効果的に情報を
利活用できないという面で）不適切であるとされ、2015 年中に改正される予定
である6。加えて、個人情報の保護はプライバシーの保護の部分であり、情報の
保護だけではプライバシー保護として不十分である。S・ウォレンと L・ブラン
ダイスによる「ほっておいてもらう権利(the right to be let alone)」7がプライバシ
ー保護の根幹8にあり、現状のデータ社会において「自己情報コントロール権」
がプライバシー保護の具体的で有力な手がかりとして偶然重用されているにす
ぎない。法解釈上は個人情報保護法に抵触していなくても、企業が私たちの情
報を収集・利用するケースでユーザが不快感を呈する事例の存在は、自己情報
コントロール権で保護されないプライバシーの侵害を示唆していると考えられ
る。法制度で保護されないプライバシーの側面を明らかにすることは、プライ
バシーと思われているが実際にはそうでないものを保護対象から外すことに繋
がる。これは、個人に関する属性の項目が多いほど豊かなデータであり利用価
値も大きいが、暗号化処理のための計算量が急激に増加するなどの実用的なコ
ストの問題9を本質的に回避するとともに、同意を形成すべき項目を明確にし、
利用可能な個人情報の量を結果的に増加させることになると考えられる。 
本稿の目的は、現在の個人情報保護法で明確な法的保護の対象になっていな
いプライバシー事項の一つ、「自己決定」を取り上げ、個人に関する情報を利活
用したい企業がそれに配慮を示すべき理由を示すことである。これは、企業に
                                                                                                                                 
ていると言われている。 
6 2015 年 1 月初旬に提出された法改正案において、利用目的の明示について OECD ガイドラ
インに準拠していない点と、企業が収集した個人情報の利用目的を後に変更可能とし、それ
が不服な場合にはオプトアウト方式で利用停止を可能にするという点が主に国家間での情
報のやり取りを阻害する変更になっているという意味で問題視されている。これについては
高木浩光氏の個人 web サイト内記事「利用目的の変更自由化で世界から孤立へ（パーソナル
データ保護法政の行方その 13）」が参考になる。
（http://takagi-hiromitsu.jp/diary/20150105.html#section1 最終アクセス日 2015 年 1 月 19 日） 
7 Wallen and Brandeis (1890), p. 193. 
8 日本におけるプライバシーの権利は、憲法第 13 条の幸福追求権を根拠に憲法上保護される
権利であるとされることがある「新しい権利」のうちの一つであるとされる。もちろん、自
己情報コントロールも幸福に寄与するだろうが、13 条が意図するのは広く「よく生きること」
であり、そのためにはより広義のプライバシーを保護する必要があると考えると、自己情報
コントロール権はやはりプライバシーの一部を保護する権利であると考えられる。 
9 この知見は、SCIS（暗号と情報セキュリティシンポジウム）2015 のプライバシー保護セッ
ション(1)〜(4)において、センシティブなデータを暗号化処理するための計算コストの削減
に関する論文発表が暗号分野において多かったことから得られたものである。  
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よるプライバシー保護指針（たとえば「プライバシー・バイ・デザイン」10の
ような）の根幹となる「守るべきプライバシー」の概念を今よりも明確にする。
そのために、まず、個人情報保護法では直接に保護されない、人格に影響があ
るプライバシー事項があることを、「気持ち悪さ」を手がかりに示す（２節）。
次に、自己決定にかかわるプライバシーと利便性の間にトレードオフの関係が
成り立たないことを示す（３節）。その後、本論の主張に対する典型的な反論を
退け、自己決定に影響を与える情報の使い方を企業が控えるべきであることを
示し、結論とする（４節）。 
 
２ プライバシーの侵害が惹き起こす「気持ち悪さ」と 
干渉に対する配慮の重要度の増加 
 
プライバシーの権利11が伝統的な法的権利である「ほっておいてもらう権利」
と現代的な「自己情報コントロール権」からなるという大まかな区分は、単純
で一面的な理解であるがわかりやすい。日本においては、憲法第 13 条の幸福追
求権が前者の根拠であるとされ、個人情報保護法が後者を制度的に担保するも
のである。しかし、幸福とプライバシーの関係は直ちに明らかではない上に、
個人情報保護法が遵守されていても自己情報の流通や利用に対して不快に感じ
る人々が存在する12。この種の不快を訴える人々の中にそれが生じている理由
を説明できる人は多くはないが、幸福とプライバシーの繋がりが概念的に明確
になることで現状では蔑ろにされているある種の価値が保護される法制度が策
定されたり、情報通信技術(ICT)の進化によって生じたプライバシー保護に関
する指針の空白(policy vacuum)13を埋めたりすることでこうした不快感が解消、
あるいは軽減すると予測される14。すなわち、個人情報保護法のみでは保護し
                                                   
10 Cavoukian による「Privacy by Design」は 90 年代の終わりに提唱され、2010 年に the 
International Conference of Data Protection and Privacy Commissioners でプライバシーのグロー
バルスタンダードとして認められた。全 7 項目の原理で構成される。
（http://www.privacybydesign.ca/index.php/about-pbd/7-foundational-principles/ 最終アクセス日
2015 年 1 月 19 日） 
11 そもそもプライバシーが「権利」として保護されるものなのかどうかについても考慮しな
ければならないが、本稿ではプライバシーが権利かどうかの判断は保留することとし、「自
己情報コントロール権」や「ほっておいてもらう権利」を保護されるべきプライバシーの特
徴を示す一般的な名称として用いている。 
12 Kawaguchi and Kawaguchi (2012), pp. 19-20. 
13 Moor (1985), p. 266. 
14 哲学・情報倫理学的議論における概念の混乱の解消が指針の空白の解消に寄与した例とし
て、ここ数年の「忘れられる権利(the right to be forgotten/to erasure)」に関する議論が挙げら
れる。 
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きれないが保護されるべきプライバシーがあり、それを侵害されたかもしれな
いという感覚や、企業が自分の情報を予想外の仕方で利用したことに対する違
和感が生じて、一部の人に不快感を呼び起こすと考えられる15。この種類の不
快感は、新サービスの導入や社会実験の際にたびたびユーザまたは被験者から
噴出し、サービス停止や実験中止に至る場合もあるため、どのようなプライバ
シーに抵触すると不快感が生じるかを分析する意義があると考えられる。 
自己情報コントロール権によって保護されるプライバシーは、文字通り、私
たち個人に関する情報一つ一つの取り扱いを私たち自身が制御できることによ
って守られるプライバシーである。私たちは基本的に、個人的な事柄を他人に
知られたくなければ誰にも伝えずにおくことができるし、一部の人に向けて公
開することもできる。すくなくとも自分自身に関する事柄の公開／非公開の選
択権は私たち自身にあり、それ以外の人や団体にはないということは前提であ
る。いったん情報を誰かに与えたとしても、その人が当人の許可なくその情報
を自由に流通させたり他の人に知らせたりすることには多少問題があるだろう。
というのも、特定の範囲に対してある情報をオープンにすることと、すべての
人に対してその情報をオープンにすることの意味は異なるからである。個人的
な考えや思いを特定の人にだけ伝えるといった情報公開のコントロールが可能
だから、深浅の異なる人間関係を自主的にデザインできる16。他人に観察され
ていないと思うこと17で、してはいけないと決められているわけではないさま
ざまな行為が可能になる。これらに基づく健全な人間関係の構築や行為の自由
は、私たちがよく生きる上でなくてはならない価値だと考えられる。したがっ
て、素朴な自己情報コントロール権の意義は、健全な人間関係の構築や自律と
いった価値を守るために自己情報コントロール権によって実現されるプライバ
                                                   
15 日本において、「違法でないならば、あらゆる権利侵害が生じていない。」という誤解が生
じやすいことも問題であると考えられる。この、法が無謬であるかのような誤った認識につ
いては初期の Google ストリートビューのプライバシー問題を論じたときに指摘済みである。
詳しくは Kawaguchi and Kawaguchi, Op. cit., p. 20 を参照のこと。さらには、プライバシーに
かかわる不快感のうち、ある人が「プライバシーの侵害が起きていると思う
．．
」事態を解消し
ようという方向での心理学分野の研究もある。（佐藤広英、太幡直也 (2013)、「インターネッ
ト上におけるプライバシーを感じる内容とプライバシー対策行動：プライバシー意識との関
連から」、信州大学人文科学論集人間情報学科編 47、pp. 129-138 など。）プライバシーに関わ
るサービス等の導入に際しては、こうした心理学的なアプローチやユーザの心理の上手な扱
いが効果的にはたらくケースがあるだろう。（ただし、筆者はその方向でのプライバシー問
題への対応をよしとしない。4 節も参照のこと。） 
16 Rachels (1975), p. 294. 
17 たとえ目の画像であっても見られていると感じた時に人間が行動を変えるという実験結
果が、“Fake Watchful Eyes Discourage Naughty Behavior” (2010)で紹介されている。
（http://www.wired.com/wiredscience/2010/12/eyes-good-behavior/ 最終アクセス日 2015 年 1
月 21 日） 
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シーの保護が必要である、というものになるだろう18。 
よって、監視カメラで撮影される際、また、SNS やショッピングサイト利用
の際に、サービス提供者やその関連企業が管理するサーバに残る私たちの情報
を企業にいつのまにか利用されることは自己情報コントロールの喪失にあたる。
しかし、コンピュータによる管理が常在化している現在では事あるごとに電子
的記録が生じ、逐一確認を取ることはサービスのユーザにとっても提供者にと
ってもコスト的に現実的ではない。この問題をうまく回避させるのが個人情報
保護法による制度である。企業のもとに集まった個人情報の利用目的を明記し
たプライバシーポリシーを提示させるしくみによって、個々人の情報の流れを
企業に明示化させ、私たちの情報コントロールの実効性を保障している。この
しくみはもちろん、企業が個人情報保護法を遵守するという信頼と、個人情報
保護法がよき生にとって必要な自己情報コントロール能力を企業に対して適切
に発揮させる精密さを備えていることで機能する19。 
他方で、ほっておいてもらう権利と呼ばれるものによって守られるプライバ
シーは次のようなものである。私たちは他人に迷惑をかけないという前提20の
もとで自由に行動できるから、プライベートな空間内での行動が人目に触れな
いことが尊重される。さらに公共の場所で他人から干渉されたとき、干渉しな
いで欲しいとも思う21。ある人の考えごとや行動に干渉しようと行動して失敗
することは少ないだろう。公共の場所の「公共性」は、監視カメラやセンサー
が普及する以前と以後で異なる。以前は、公共の場にいる自分を見るのは周囲
にいる数人で、そこでの行動はすぐに忘れられ追跡不可能だった。現在では公
共の場所で起こることを誰もがブロードキャストできる。私たちはそのことに
気付いているが、外に出ざるを得ない。それゆえ、公共の場所において他人に
干渉しない配慮の重要性は増している。そして、一人でいてもいいということ
は一人でいなくてはならないことを含意しない。だから、ほっておいてもらう
権利のもとで、干渉されたくないならば一人でいろ、とは言えないのである。
プライバシーを守りたければ公開しなければよい22、という言説が自己情報コ
                                                   
18 ある種の価値を守る壁としてプライバシーが存在しているという本論の還元説に与する
基本的なアイデアは Kawaguchi &Kawaguchi, Op. cit., pp. 23-29 で既に論じた。 
19 企業に対する信頼と個人情報の取得および利用への抵抗感の関係は本稿では割愛する。し
たがって、企業が正しく情報を利活用するとは信用できないからプライバシーが心配で不快
に感じる、というタイプの不快感の説明は本稿では取り扱えていない。 
20 この箇所では J.S.ミルの他者危害原則を念頭においている。 
21 公共の場所でのプライバシーの問題は、Nissenbaum (1997)によって最初に指摘された。 
22 これに類する具体的な発言として、2009 年のインタビューにおいてエリック・シュミット
が述べた「もし誰にも知られたくないなら（シェア）しなければいい」というものが挙げら
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ントロール権においてはある意味で正しく、しかしながらどこか奇妙に響くの
は、ほっておいてもらう権利の意味に対する誤解と公共の場所の意味の変化の
ためである。 
プライバシー侵害に起因する不快感があると言われる状況において、もし健
全な人間関係や自律のような価値が欠損しているとすれば、法的権利の侵害か
ら生じるのと等しい害が生じているものと考えられる（もちろん、気持ち悪い
と言われるときはいつでも価値の侵害が生じている、とは言っていない）。ここ
では「人格性(personhood)」23と総括される古典的な概念をその価値の候補とし、
これがほっておいてもらう権利の元になっていて、かつ個人情報保護法だけで
は守られないことを示そうと試みる。 
プライバシー侵害に由来する不快感の例としてここでとくに取りあげたいの
は、Facebook による感情分析実験24や行動ターゲティング広告(behavior targeting 
advertising)への不快感(creepiness)である。インターネットのサイト上に表示さ
れるさまざまな広告は、cookie を通じて収集された私たちのクリック信号の蓄
積を用いてパーソナライズされている。それゆえ、積極的に検索した商品が表
示されるのはもちろんのこと、これまでにクリックしたことのあるものに関連
性が高いとプログラムが判断した商品が提示される。とくに行動ターゲティン
グ広告は、インターネットを媒体としない広告とは異なり、広告主がこちらの
動向を掴んでいるため、「何を買うか」に関する自己決定に影響を及ぼす可能性
が一般的な広告（電車の中吊りや新聞・テレビの CM など）よりも高いように
思われる。さまざまな目的のもとでインターネットを利用するたびに、ユーザ
の一人一人にフィットした広告が各人の購買意欲を的確にかき立て、毎回ショ
ッピングへと思考を誘導されていく状況は異様であろう。感情分析が高度化す
れば、買い物だけでなく、たとえば選挙の時期に特定の政党に投票したくなる
ような誘導を行うことさえ可能になるかもしれない25。ただし、個人情報保護
法下では、私たちの行動のデータや情報は利用目的を明記した状態で収集され
ていて、私たちはその利用について同意の機会が与えられている。よって、個
人の情報を利用した広告を企業が打つことは法的に正当な行為である。インタ
                                                                                                                                 
れる。(以前は CNBC サイト内の Inside Google においてその動画が閲覧できたが、現在はで
きなくなっている。) 
23 Rubenfeld, Op. cit., p. 752. 
24 最近の関連記事では、Paul Voosen による The Chronicle of Higher Education の記事、“After 
Facebook Fiasco, Big-Data Reserchers Rethink Ethics”などが挙げられる。
（http://chronicle.texterity.com/chronicle/20150109a?pg=14#pg14 最終アクセス日 2015 年 1 月 19
日） 
25 Pariser (2011)の第 5 章を参照のこと。 
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ーネットサービスの利用時に行う「同意」が形骸化しているという問題はかな
り前から指摘されている26が、それでもなお、自己決定に差し障る（とわかっ
ていれば）サービスを利用しないという選択が可能であるし、自分が興味を持
ちそうな商品を薦めてもらえることは利便性が高いというメリットもある。ま
た、監視カメラのように私たちの動向を一方的に掴むような装置に対して、そ
の設置場所と目的が合理的ならば、同意を得ずに情報を収集することに対して
不満があっても気持ち悪いとは感じない。したがって、行動ターゲティング広
告に対して感じられる不快感は、私たちの動向を掴む情報の取得ではなく、得
体の知れないもの（ここでは広告企業のアルゴリズム）に影響されて自己決定
が自己決定でなくなる点、あるいはそう感じられる
．．．．．
点に起因していると考えら
れる。必ずしも実際にそれらが起き（てい）なくても不快感は発生する。そし
て、これは個人情報保護法で守られないプライバシーから生じている27。 
プライバシーと自己決定、および人格性の間の関連は、ルーベンフェルドに
よれば次のようにまとめられる。 
 
…人格性テーゼは、個人は自由に「自己を決定」できなければならないとい
うものである。人生におけるある種の決定はとても「人々の個人的なアイデ
ンティティーにとって重要である」ので、国家はそうした決定に干渉するこ
とが許されない。プライバシーの権利はそれゆえ、ブラックマン裁判官の言
葉を借りれば、「自己決定」の権利である。28 
 
私たちは監視カメラに見られていることを意識して行動を変えるが、収集した
情報の取り扱いが適切であれば監視カメラは合法的に設置できる。この状況は、
個人情報保護法によっては、私たちの自律に差し障りを生じさせると考えられ
るある種の事柄を禁止することができていない（あるいは制度的に許可してい
る）ことを示している。そして、ルーベンフェルドによれば、プライバシーの
権利は自己決定のための権利であり、それが守られた結果「人格性」という価
値が守られるため、この種のプライバシーも自律と同様に守られるべきである
ということになる。しかしながら、何かが自己決定に差し障るというとき、影
響を与える行為やものの範囲を定めることは難しい。場合によっては、電車の
                                                   
26 同意に関する法的、倫理的な考察としてたとえば Hurd (1996)、Solove (2012)が挙げられる。 
27 従来のプライバシー侵害類型を、情報の利用や公開に関わる３つの部分と、自己決定に関
係する侵襲（invasion）に分けるアイデアはもともと Solove (2008)に示されたものである。 
28 Rubenfeld, Op. cit., p. 37. 
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吊り広告でさえ私たちの自己決定に影響を与えると言うことができそうである。
このように、時には自己決定に影響することもあるように思われるがそうでな
いことも多く、法的に禁止されるはずもない些細な外部からの干渉が社会生活
上存在する。自己決定と人格性にまつわるプライバシー保護の議論は、自己決
定に影響があると考えられる事柄のうち、私たち一人一人の思考や行為に他者
が干渉してよい範囲の決定が一つの焦点になる。 
ともあれ、現行の個人情報保護法で保護されないプライバシーが存在し、中
でも本稿では、人格性という自己決定に関わる価値を保護するために必要なプ
ライバシーが欠損するときに「気持ち悪さ」が生じることを示した。 
 
３ プライバシー保護と利便性の関係 
 
インターネットの可能性について論じた文章において、プライバシーと他の
何かがトレードオフになると言われることがしばしばある29。これは二つのも
のの関係性についての議論であるから、「プライバシー」に該当するものが明確
でなければならないし、トレードオフが成立すると言われるもう一方について
も正確に表現されることがその基礎になる。しかしながら、こうした議論にお
いて論者が「プライバシー」の意味を明確にした事例はこれまでにほとんどな
かったように観察される。 
「行動ターゲティング広告が自己決定に影響を与えるため、プライバシーに
抵触する」という本論の主張に、こうしたトレードオフの関係を持ち込むこと
は論理的に可能である。すなわち、行動ターゲティング広告がもたらす利便性
と自己決定にかかわるプライバシーがトレードオフの関係にあり、利便性が生
み出す価値の総量がプライバシーを保護することで生み出される価値の総量よ
りも多い（／少ない）からプライバシーを制限してもよい（／してはならない）
と言える可能性がある。もしこうした比較が可能であれば、私たちの自己決定
に他人やものが干渉してくる際に容認すべき範囲を利便性によって規定できる
かもしれない。ここでは、プライバシーが利便性より本質的に重要であり、そ
れらはそれぞれカテゴリーの異なる価値であるため、それらの間にはトレード
オフの関係が成立しないことを論じる。 
                                                   
29 たとえば Freeden (1991)〔邦訳 pp.147-156〕や、最近では生貝他 (2014)などがある。後者
は「プライバシー」と他のものトレードオフではなく、「ユーザがプライバシーと思ってい
るもの」と他のもののトレードオフを論じている。このように、プライバシーが何かを明確
にしないままにトレードオフを論じるケースでは、ユーザの反応を利用するケースが多い。 
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２節で挙げた行動ターゲティング広告と監視カメラの対比を再考してみよう。
まず、行動ターゲティング広告のもたらす「利便性」の意味はそれほど明らか
ではない。自分が買いそうな商品を割り出し、薦めてくれるという機能は便利
かもしれないが、たとえばその推薦はその人にとって最適とは限らない。広告
のアルゴリズムは完全でも中立でもないため、より安価に同じ商品を購入でき
るケースがないとは言えないし、まったく異なる商品の満足度が高いこともあ
るだろう。この程度の利便性を不可欠な価値とは言えない。そもそも、人間の
生活における利便性は最大化された状態がよりよいとは限らない。アーミッシ
ュは自然とともに生きるという価値のために、電力による利便性を拒否する生
活を送っている。他方、監視がもたらす安全は、平穏な生活や健康に不可欠な
ものであるため、その価値に程度はない。特定の場所で実現される安全の度合
いは上下するが、安全は常に最大化されるべきだと考えられる。 
財産、すなわち金銭的価値に置換できるもの同士は交換可能であるが、自然
権で保護されるものは他のものと交換不可能であるという立場に立つフリーデ
ンによれば、ある権利が何かとトレードオフになるのは次のようなときである。 
 
…「権利は一定のトレード・オフを排除する」、つまり権利は他の何かと交換
することはできないという主張になる。しかし、特別な権利、すなわち典型
的には契約とか約束という形で一人ひとりの個人の間でなされる自発的な取
引交渉から生じるが、人間の福祉に絶対必要だというわけではないような特
別な権利については…一定の行為がそれに対応する補完的な行為によって互
恵を受けることを要求するような、放棄可能な取り決めを保護する。それは
基本的人権ではなく、特有の性質をもった「買われる」請求権なのである。
…とりわけ、それは普遍化できない私的な取り決めである。要するに、受容
可能な仕方で正当にトレード・オフできる権利は自然権とは正反対のものな
のである。30 
 
自己情報コントロール権によって保護される個人情報を企業に譲渡することで
買い物に利用できるポイントを私たちが得ている、という側面を見ると、プラ
イバシーは個人的な権利の放棄によって金銭的価値と交換できる種類の権利に
見える。そして、こうした権利の放棄を同意によって私たちは示している。だ
が、本稿で論じている自己決定にかかわるプライバシーは基本的人権を含んで
                                                   
30 Freeden (1991), ibid.〔邦訳 pp. 52-53〕 
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いる。フリーデンが正しければこうしたプライバシーと他のものはトレードオ
フにならないことになる。 
以上のことから、行動ターゲティング広告に関わる利便性とプライバシーと
いう二つの価値について以下の三点が明らかになった。第一に、利便性は最大
化される必要がなく不可欠でもないが、プライバシーの人格権および自己決定
という側面の保護という価値は不可欠である。これらは比較不可能な種類の異
なる価値でありトレードオフの関係に立たないと考えられる。第二に、フリー
デンに即して述べれば、利便性を求める権利、あるいは財産は放棄可能である
が基本的人権は放棄不可能であり、前者のみがトレードオフの対象になる。第
三に、自己決定の権利は基本的人権である。したがって、利便性と自己決定に
関するプライバシーはトレードオフにならない。自己決定に影響のあるプライ
バシーの範囲の決定にトレードオフの関係を用いることはできないのである。 
 
４ 「気持ち悪さ」を訴えるユーザに対する企業の方針 
 
本論の主張に対して以下のような懸念が生じるかもしれない。プライバシー
が他の何ともトレードオフにならないとすると、「気持ち悪い」という訴えはハ
ラスメントのように被害者意識を重視して処理されることになり、サービス提
供側がどこまでも譲歩せざるを得なくなる可能性がある。これでは個人情報を
使ったサービスを実用化することはほとんど不可能ではないだろうか、と。 
このタイプの懸念は、プライバシーが保護している価値の種類とそれぞれの
重要性を理解することで、トレードオフ可能な一部の価値の侵害に付随する不
快感の訴えを退けることができるという点から反駁できる。企業は無償でユー
ザにメリットや価値を与えることは基本的にない。したがって、企業はあらゆ
る価値を金銭的価値に還元できると仮定するため、すべての個人情報をトレー
ドオフ可能なもの、あるいは商材とみなすことになる。このとき、金銭的価値
に還元できる情報の種類を明らかにし、その利用のみに同意を得れば不快感に
よる混乱をクリアできる。他方で、気持ち悪さを訴えるユーザは、必要以上に
多くの個人情報をトレードオフ不可能であると考えている。こうしたユーザに
ついては、彼らが「プライバシー侵害だと思っていること」と「プライバシー
侵害そのもの」を分けて、前者へのケアをわかりやすく行うという実際的な解
決方法も企業にとっては有力かもしれない。同意取得によって不快感の訴えを
適切に回避できる種のプライバシーに関しても、同意取得のプロセスや同意す
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る内容をわかりやすく説明するなどの工夫が重要になるだろう。しかし、ユー
ザがプライバシー侵害だと思っていることに対する手当てが当面のコンフリク
トの回避を可能するとしても、それ以外のプライバシー侵害が生じているとい
うことが明らかになった場合には、プライバシー、あるいは少なくともプライ
バシー侵害の概念が整理されていないと問題が生じる。加えて、個人に関する
情報の暗号化処理方法の提案など、プライバシー保護を目的とする技術的提案
において保護すべきプライバシーの定義が間違っていたとしたら、その提案は
（技術そのものは先進的でも）狙いを外して使用に耐えないだろう。たとえば、
k-匿名化手法の研究において、何をどう守りたいという目的部分が不明確だと、
計算量などのコストダウンは進む一方で、検証実験に用いるデータ群のタイプ
を適切に選択できないというようなソフト面での問題も生じてくる。 
まとめると、個人に関する情報を利用したサービスを提供する企業も、闇雲
に気持ち悪さを訴えるユーザも、話題にあがっている「プライバシー」がトレ
ードオフになる／ならないという区別を誤った時に問題を生じさせる。本論で
述べてきたように、個人情報保護法で保護されていないが企業に保護されるべ
きプライバシーの種類（本論では自己決定をもたらす人格性を保護するための
プライバシーを取り上げた）が明らかになることで、企業はプライバシー侵害
に対するユーザの「気持ち悪い」という訴えにより適切に対応できるようにな
り、その結果、個人に関する情報の利用を結果的に拡大できると考えられる。 
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