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Сучасний стан розвитку держави характеризується стрімким розвитком 
інформаційних технологій, які використовуються в усіх сферах життєдіяльності 
суспільства. В умовах глобалізації процес інформатизації охопив усі країни 
світу. Сучасні інформаційні технології інтенсивно впроваджуються у процес 
управління. Разом з цим посилюється небезпека несанкціонованого втручання в 
роботу інформаційних систем, і вагомість наслідків такого втручання дуже 
сильно зросла. Неспроможність ефективного управління та невідповідність 
інформаційної структури новим умовам існування може призвести до втрати 
власного суверенітету. Як наслідок, в багатьох країнах все більше уваги 
приділяється проблемам захисту інформації та пошуків шляхів її вирішення. 
Отже, незаперечним є те, що в будь-якій розвиненій країні має існувати система 
забезпечення інформаційної безпеки, а функції та повноваження відповідних 
державних органів повинні бути закріплені на законодавчому рівні. 
Проблема забезпечення інформаційної безпеки України знайшла 
відображення в законах «Про основи національної безпеки України», «Про 
концепцію національної програми інформатизації», «Про національну програму 
інформатизації», а також у Концепції національної безпеки України. Сутність 
інформаційної безпеки як невід'ємної складової національної безпеки України 
вперше була зазначена у Законі «Про основи національної безпеки України». 
Відповідно до законодавства України під інформаційною безпекою 
розуміють стан захищеності життєво важливих інтересів людини і 
громадянина, суспільства і держави, при якому запобігається завдання шкоди 
через неповноту, несвоєчасність і недостовірність поширюваної інформації, 
порушення цілісності та доступності інформації, несанкціонований обіг 
інформації з обмеженим доступом, а також через негативний інформаційно-
психологічний вплив та умисне спричинення негативних наслідків 
застосування інформаційних технологій. 
Державна політика у сфері інформаційної безпеки зосереджена на 
задоволенні та захисті життєво важливих інтересів та потреб громадянина, 
суспільства і держави в інформаційній сфері щодо: продукування, споживання, 
розповсюдження і розвитку національного стратегічного контенту та 
інформації в інтересах громадянина, суспільства і держави. функціонування та 
захищеності кібернетичних, телекомунікаційних та інших автоматизованих 
комп’ютерних систем, що формують інфраструктурну основу 
внутрішньодержавного інформаційного простору. 
Головною метою державної політики у сфері інформаційної безпеки є 
недопущення перешкоджання реалізації життєво важливих інтересів і потреб 
громадянина, суспільства і держави зовнішніми і внутрішніми загрозами 
національній безпеці в інформаційній сфері, що є запорукою сталого розвитку 
національного інформаційного простору. 
