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Il processo globale di motorizzazione e urbanizzazione degli ultimi vent'anni
ha portato ad un costante aumento del traﬃco stradale, con la conseguente
necessità di sviluppare applicazioni orientate a migliorare e a rendere sicura
la guida. L'idea è di riuscire a far comunicare tra di loro i veicoli senza la
necessità di alcun punto di accesso ﬁsso: ogni auto è un'entità indipendente in
grado di trasmettere e ricevere informazioni che, opportunamente processate,
permettono di garantire una maggiore sicurezza agli utenti della strada. Questo
tipo di struttura comunicativa prende il nome Vehicular Ad-Hoc Network o
VANET [1].
Le VANET nascono come forma particolare delle Mobile Ad-Hoc Network
o MANET [2], in cui dispositivi mobili comunicano tra di loro attraverso un
canale wireless. La comunicazione avviene tra nodi paritetici in maniera coo-
perativa andando a formare conﬁgurazioni dinamiche e sempre in mutamento,
da cui il termine Ad-hoc. A diﬀerenza delle MANET, le reti veicolari sono
inﬂuenzate da diversi fattori, tra cui velocità e densità dei nodi, che possono
variare notevolmente in funzione del tipo di strada (autostrada, extra-urbana,
urbana, etc.). Inoltre lo spazio utilizzato dai nodi ha una conformazione molto
particolare, cioè le strade, e non tutto lo spazio circolare o rettangolare co-
me usualmente si suppone nelle MANET. La presenza di questi fattori, da un
lato comporta la necessità di riuscire a far comunicare molti veicoli in tempi
ragionevoli, senza incorrere in problemi di congestione; dall'altro garantisce la
capillarità della rete ed una propagazione a lunga distanza delle informazioni.
Le principali tipologie di applicazioni realizzabili spaziano dalla sicurezza
attiva, ai servizi di pubblica assistenza, all'ausilio alla guida. Alcuni esempi
possono essere la segnalazione di condizioni stradali pericolose e l'indicazione
di avvenuto incidente. Nei due casi, dal momento in cui il veicolo identiﬁ-
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ca la situazione di rischio, intraprende il doppio processo di segnalazione al
conducente e propagazione ai nodi vicini. Nel secondo scenario è possibile
immaginare ad esempio un avvertimento sul cruscotto dell'auto, l'accensione
delle luci di emergenza e l'invio di un messaggio che, una volta ricevuto dalle
altre auto, accende automaticamente le luci di emergenza.
Per disporre di maggiori ﬁnanziamenti per i costi di sviluppo e incoraggiare
una rapida adozione di questi sistemi, è stato reso possibile lo sviluppo di
servizi privati, i quali vanno a ricoprire applicazioni nell'ambito del business
e dell'entertainment. Esempi sono soluzioni per l'impresa che permettono la
gestione delle ﬂotte oppure la possibilità di eﬀettuare chiamate gratuite tra
veicoli tramite il servizio VoiP (Voice over IP) [3].
Prima di poter implementare le applicazioni sopra descritte bisogna pren-
dere in considerazione tutti i problemi che scaturiscono dall'utilizzo della tec-
nologia wireless in un ambiente così particolare. La ricerca sta focalizzando
le attenzioni su problematiche relative al congestionamento della rete [4], alla
perdita di pacchetti [5] e ad altre misure in funzione della distanza e della
velocità dei veicoli, alcune delle quali studio di questa tesi.
Un ultimo aspetto da non sottovalutare, riguarda i possibili abusi ai quali
le VANET si prestano: violazione della privacy mediante intercettazione, sabo-
taggio alla viabilità mediante falsi avvisi di emergenza e simulazione di mezzi
di emergenza per sorpassare altri veicoli sono solo alcune di una serie di azioni
mirate a manomettere l'integrità della comunicazione. La soluzione proposta
a questo problema, prevede la ﬁrma e la certiﬁcazione dei messaggi prodotti
attraverso un Hardware Security Module.
1.1 Descrizione della Tesi
Questa tesi si presenta come proseguimento del lavoro descritto nell'artico-
lo di ricerca A Measurement-based Study of Beaconing Performance in IEEE
802.11p Vehicular Networks [6], realizzato dai ricercatori del Consiglio Na-
zionale delle Ricerche (C.N.R.) di Pisa sotto la guida del Dott. Paolo Santi.
Tale studio, presentato alla IEEE INFOCOM 2012, ha previsto inizialmente la
scrittura di un applicativo per lo scambio di beacon tra due veicoli (paradigma
singlehop); successivamente, è stato testato su circa 1000 km per raccogliere
dati su cui tracciare diversi tipi di analisi descritte in seguito.
Il lavoro svolto in questa tesi, ha avuto come scopo primario quello di
estendere tale applicativo, considerando uno scenario con tre (o più) veicoli
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per valutare l'impatto delle performance nel caso di comunicazioni non più
singlehop, ma multihop. Dopo un iniziale conoscenza sul precedente studio e
sugli strumenti hardware (dispositivo LinkBird-MX ) e software (librerie Java
C2X ) da utilizzare, il lavoro si è articolato in due fasi.
La prima fase, ha previsto la modiﬁca dell'applicazione permettendo ad
ogni veicolo di memorizzare le informazioni dei suoi vicini e di inserirle in ogni
pacchetto inviato. Tutti gli eventi generati da ogni invio e ricezione, vengono
registrati in ﬁle di log il quale conterrà i dati utili nella fase di analisi. La
seconda fase, è stata caratterizzata dalla scelta delle misure da analizzare e
la conseguente stesura del programma di post-processing. I risultati generati
da quest'ultimo, hanno permesso di realizzare graﬁci e tabelle, alcune delle
quali di seguito discusse e analizzate. Il tutto è stato testato inizialmente in
laboratorio e poi per strada, sperimentando situazioni di traﬃco reale. Da
sottolineare l'esclusività dei test sul campo, dato che quasi tutti gli studi di
ricerca eﬀettuati nel panorama mondiale, sono frutto di valutazioni empiriche.
1.2 Obiettivi della Tesi
Il principale obiettivo della tesi è stato quello di calcolare le performan-
ce della propagazione delle informazioni tra più veicoli in modalità multihop,
facendo riferimento alla performance ottenuta in modalità singlehop. In par-
ticolare sono stati misurati il beacon (packet) delivery rate (PDR) globale e in
funzione della distanza, il packet inter-reception (PIR) time e il PIR blackout.
Tutte queste misure sono state considerate sia nel link singlehop che multihop.
Un altro obiettivo è stato valutare le misure sopra citate secondo il modello
L/N (Gilbert-Elliot model [7], [8]), il quale mostra l'eﬀetto delle condizioni di
LineOfSight (LOS) / NonLineOfSight (NLOS) sulla qualità del canale. A
diﬀerenza degli esperimenti precedenti, nei quali i due veicoli diﬃcilmente si
trovavano in una condizione di NonLineOfSight, grazie all'impiego di tre auto
è stato possibile caratterizzare ed evidenziare le diﬀerenze delle due modalità.
Inﬁne l'ultimo importante obiettivo è stato quello di veriﬁcare quanto potes-
se inﬂuire nelle comunicazioni, la diﬀerenza di altezza tra i veicoli. L'attenzione
è stata posta su possibili asimmetrie nel canale e sulla consistenza dei beneﬁci
dell'auto alta come mezzo propagatore posto tra due auto basse.
I risultati ottenuti hanno pienamente soddisfatto le aspettative e hanno
permesso di raggiungere gli obiettivi preﬁssati. Inoltre, hanno messo in evi-
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denza ulteriori interrogativi da prendere in considerazione per eventuali studi
futuri.
1.3 Stato dell'arte
Per quanto riguardo lo stato dell'arte delle tecnologie utilizzate che stanno
alla base di questa tesi, possiamo dire che le reti veicolari sono un campo
in cui i test sulla tecnologia e sulle problematiche annesse sono in costante
evoluzione, con l'ottica di riuscire nell'arco di pochi anni a garantirne una
rapida diﬀusione.
Facendo una rapida panoramica su studi nell'ambito delle VANET trovia-
mo [9], nel quale sono state calcolate le performance considerando le probabilità
di collisione, il throughput e il ritardo. In [10] e [4] invece sono state studiate
le problematiche relative al possibile congestionamento della rete wireless.
Per quanto riguarda invece misurazioni su campo, possiamo citare i se-
guenti lavori. Nell'articolo [11], viene spiegato come eﬀettuare misurazioni su
ambienti veicolari con le apparecchiature di prova Rode & Schwarz (R&S). In-
vece nell'articolo [12] vengono valutate le performance a seguito di misurazioni
in uno scenario vehicle-to-infrastructure (V2I) all'interno di un tunnel nell'au-
tostrada S1 vicino a Vienna. Nell'articolo [13] viene presentata un simulazione
realistica in un ambiente urbano, stimando gli eﬀetti delle costruzioni e di altri
ostacoli sulla comunicazione wireless. Nell'articolo [14] vengono presentati i ri-
sultati di misurazioni per valutare le performance della comunicazione wireless
in diﬀerenti scenari: vehicle-to-vehicle V2V e vehicle-to-infrastructure (V2I).
L'autore ha concentrato le valutazioni nella comunicazione multi-hop, identiﬁ-
cando nella distanza e nel LineOfSight i due principali fattori che inﬂuenzano
le prestazioni del canale comunicativo. Inﬁne nell'articolo [15], l'autore misura
la qualità del canale durante la guida in ambienti autostradali, urbani e sub-
urbani. Lo studio ha riportato che l'area sub-urbana è la più consona per la
comunicazione tra veicoli.
Molteplici invece sono i lavori legati agli argomenti di questa tesi. Per
quanto riguarda le applicazioni di sicurezza basate su beaconing possiamo ci-
tare l'articolo [16] nel quale sono state eﬀettuate misurazioni sulle reti veicolari
concentrandosi sullo scambio di messaggi di beaconing tra veicoli contenenti
informazioni di stato per le applicazioni di sicurezza. In [17], sono stati studiati
i requisiti di comunicazione per applicazioni basate su conoscenza cooperati-
va, in particolare prendendo in considerazione tre modelli di applicazioni per
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la sicurezza attiva. Nell'articolo [18] sono state studiate, per una certa clas-
se di applicazioni di sicurezza attiva chiamate Cooperative Collision Warning
(CCW), le latenze e le probabilità di successo su situazioni reali. Inoltre sono
stati esplorati due problemi rilevanti per questo tipo di applicazioni, cioè le
performance in funzione della distanza e possibili miglioramenti per il broad-
cast. Sulla stessa classe di applicazioni, in [19] è stato deﬁnito un protocollo
con politiche di controllo della congestione, meccanismi per la diﬀerenziazione
dei servizi e metodi per la rapida propagazione di segnali di emergenza. Le
simulazioni hanno dimostrato il raggiungimento di basse latenze nella conse-
gna dei messaggi ed un eﬃciente uso del canale in scenari stradali complessi.
Per quanto riguarda studi su performance di misure oggetto di questa di tesi,
troviamo [20] dove l'autore considera un applicazione di Intersection Collision
Warning (ICW) e valuta PDR e RSSI in funzione della distanza dei due veicolo
dall'incrocio e [21] dove invece l'autore presenta un'analisi del PDR in diﬀe-
renti scenari sulla base sia di fattori ambientali incontrollabili che di parametri
del canale radio invece controllabili. Inﬁne in [22] è stato analizzata la portata
e la frequenza dei Beacon in funzione della velocità e della densità dei veicoli.
1.4 Organizzazione della Tesi
La struttura della tesi è la seguente. Il Capitolo 2 riassume e descrive le
principali tecnologie utilizzate in questa tesi. Il Capitolo 3 mostra le peculiarità
degli esperimenti eﬀettuati, in particolare il setup ﬁsico utilizzato e i tipi di
report redatti in fase di analisi. Il Capitolo 4 descrive accuratamente i vari
software sviluppati per lo studio delle performance. I Capitoli 5 e 6 descrivono
tutti i risultati ottenuti, prima in maniera generale e poi nel dettaglio. Inﬁne
nel capitolo 7 vengono trattate le conclusioni della tesi soﬀermandosi sulle
esperienze acquisite e sui possibili lavori futuri.
Capitolo 2
Le tecnologie utilizzate
Questo capitolo descrive in maniera generale le principali caratteristiche
delle reti veicolari e le componenti primarie che ne formano la struttura. Poi
passeremo alla presentazione dello sviluppo della tecnologia wireless IEEE
802.11p, nata sulla base dello standard IEEE 802.11, appositamente realizzata
per ambienti veicolari; di questa ne analizzeremo anche, molto brevemente, la
pila protocollare. Inﬁne verrà approfondito il concetto di beaconing e i tipi di
applicazioni che utlizzano tale modalità di comunicazione.
2.1 Le reti veicolari
Le Vehicular Ad-Hoc Network o VANET sono una tecnologia che, attraver-
so l'utilizzo delle automobili, permette di creare una rete mobile. Il loro aspetto
fondamentale, che le contraddistingue dalle reti mobili classiche, è l'assenza di
alcuna infrastruttura predisposta: infatti è diﬃcile pensare che tutte le strade
possano essere coperte da punti di accesso ﬁssi per permettere la comunica-
zione tra i veicoli. Un tale approccio architetturale, simile a quello dei sistemi
cellulari, presenterebbe sia problemi di fattibilità che di sostenibilità economi-
ca. Per questi motivi è più sensato immaginare che i veicoli possano da soli
costituire l'infrastruttura di comunicazione.
Adottando però questa soluzione, si presentano delle problematiche relati-
ve all'instradamento dei pacchetti: ciascun veicolo, attraverso un dispositivo
wireless, ha la capacità di comunicare a distanza limitata, generalmente in un
range compreso tra i 100 e i 300 metri. Inoltre la topologia della rete subisce
rapidi cambiamenti a seguito dei movimenti a velocità elevate dei veicoli, e
di conseguenza lo stato della connettività fra i nodi è in continua evoluzione.
Diventa così non banale trovare un modo eﬃciente di far giungere i dati a
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destinazione. Tale problema, non è stato oggetto di interesse della tesi, ma
bensì a partire da un protocollo di comunicazione esistente, ne è stata valutata
l'eﬃcienza in una condizione di comunicazione multihop.
2.1.1 La struttura delle VANET
La struttura di una VANET, come mostrato nella ﬁgura 2.1, è composta




Figura 2.1: Architettura di una VANET
Il dominio nel veicolo (In-vehicle domain) è costituito da una On Board
Unit (OBU) e da una o più Application Units (AUs). Una AU è un dispositivo
che esegue una o più applicazioni sfruttando la OBU per la comunicazione:
può essere già integrata col veicolo, quindi essere costantemente connessa alla
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OBU, oppure può essere portabile come ad esempio un laptop o un tablet. Le
due unità solitamente sono connesse tramite rete cablata, ma la connessione
può essere anche wireless, ad esempio tramite Bluetooth. E' importante sotto-
lineare che la divisione in due componenti è solo logica: possono infatti risiede
in unico componente ﬁsico.
Il dominio ad-hoc (Ad-Hoc domain) costituisce il cuore delle rete veico-
lari, cioè l'insieme dei componenti che si occupano della trasmissione dei dati.
Possiamo identiﬁcare due unità preposte a questo scopo:le OBUs e le Road
Side Units (RSUs). Le OBUs, dotate di antenna wireless, sono i nodi princi-
pali della rete: seguono gli standard protocolli di comunicazione che vanno dal
broadcast all'unicast, formando così link sia singlehop che multihop. Per mi-
gliorare l'eﬃcienza delle VANET in funzione della sicurezza stradale, le OBUs
sono state integrate con le RSUs: quest'ultime sono anch'esse dei dispotivi
wireless ma statici. La loro presenza non stravolge la struttura base della rete,
in quanto non sono dei nodi di coordinamento. Hanno il compito di eseguire
particolari applicazioni utili a monitorare lo stato del traﬃco stradale, ma an-
che di aumentare la coperturà della rete ricevendo e inoltrando i pacchetti alle
OBU.
Il dominio delle infrastrutture (Infra-structure domain) è la parte di
rete non indispensabile ai ﬁni della comunicazione e della sicurezza tra i veicoli
ma ha lo scopo di integrare la rete internet tradizionale. L'integrazione avviene
attraverso degli hotspots (HS), pubblici o privati, oppure tramite l'appoggio alle
risorse della rete cellulare (GSM, GPRS, UMTS, HSDPA, WiMax, 4G) purché
la OBU dotata di un'antenna alternativa per la comunicazione wireless.
Questa tesi non spazia in tutti e tre i domini, ma va ad interessare diretta-
mente il primo e parte del secondo. Infatti, come vedremo in seguito, l'analisi
ha riguardato uno scenario in cui ciascun veicolo è formato ad una OBU col-
legata da una AU, eseguita su un portatile. Le tre OBU poi si scambiano le
informazioni, costituendo link sia singlehop che multihop, senza però l'ausilio
di alcuna RSUs.
2.1.2 L'architettura a livelli delle VANET
L'architettura comunicativa delle componenti di una VANET, OBUs e
RSUs, viene mostrata nella ﬁgura 2.2. Analizziamo brevemente le caratte-
ristiche dei vari livelli:
• L'Application Layer fornisce le principali funzionalità necessarie all'e-
secuzione di un processo applicativo, in particolare l'invio, la ricezione
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e il processing dei messaggi. Inoltre consente l'interazione delle varie
applicazioni con l'utente e con i vari sensori installati sull'auto utili a
raccogliere le informazioni di guida.
• Il Network Layer ha lo scopo di distribuire i dati alle applicazioni, at-
traverso speciﬁche modalità di routing. In particolare vengono deﬁniti
tre possibili schemi: Geographical broadcast, dove i pacchetti sono distri-
buiti a tutti i nodi all'interno di una certa area geograﬁca; Single-hop
broadcast, il quale distribuisce i pacchetti solamente ai nodi vicini aggre-
gando eventualmente le informazioni ad ogni hop; Beacon packets, che
deﬁnisce una particolare forma di Single-hop broadcast e della quale ne
discuteremo in seguito.
• Il MAC Layer si basa sul protocollo IEEE 802.11 MAC adottando come
algoritmo di accesso al canale lo standard Carrier Sense Multiple Ac-
cess with Collision Avoidance (CSMA/CA). Le principali funzionalità a
questo livello sono la gestione e il coordinamento dei diversi canali di
comunicazione, fornendo ai livelli superiori una stima del carico di essi.
• Il Physical Layer anch'esso si basa sul protocollo IEEE 802.11 PHY, ma
con modiﬁche per adattarsi al meglio all'ambiente veicolare.
Figura 2.2: Protocolli di comunicazione di una VANET
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Un'accurata trattazione degli ultimi due livelli verrà fatta nella sezione
successiva, nella quale verrà presentata l'evoluzione dell'IEEE 802.11 adottata
per ambienti veicolari: l'IEEE 802.11p.
2.2 Il canale radio
Nel 1999 la Federal Communication Commission (FCC) ha riservato negli
USA sette canali da 10 MHz nella banda dei 5.9 GHz (5.855 - 5.925) deno-
minata Dedicated Short Range Communication (DSRC) [24] per uso esclusivo
tra Veicolo e Veicolo e Veicolo e Infrastruttura (V2V e V2I).
Figura 2.3: La banda DSRC negli USA
Quasi dieci anni dopo, nel 2008, l'Electronic Communications Committee
(ECC) ha deciso di riservare per l'Europa cinque canali da 10 MHz nella stessa
banda (5.875 - 5.925), due dei quali destinati ad un uso futuro [25].
Figura 2.4: La banda DSRC in Europa
Come mostrato nelle ﬁgure 2.3 e 2.4, il canale 178 è Control Channel (CCH)
riservato esclusivamente alle comunicazioni di sicurezza. I canali restanti, deno-
minati Service Channel (SCH), sono utilizzati invece per le altre applicazioni.
Un dispositivo 802.11 operante nella banda DSRC viene detto in WAVE mode
(Wireless Access in Vehicular Environments), formalizzato da IEEE trami-
te l'emendamento 802.11p [26] e adattato al contesto Europeo nello standard
ITS-G5 [27].
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2.2.1 Lo standard IEEE 802.11p per sistemi WAVE
Lo standard per DSRC 802.11p WAVE [28], nasce come aggiustamento
ad hoc dello standard 802.11 [29] con lo scopo di ridurre il più possibile le
dimensioni dei pacchetti da inviare tramite il collegamento radio. Si occupa di
descrivere le funzioni e i servizi richiesti per operare in rapidità, scambiando
messaggi senza la necessità di creare una Basic Service Set (BSS), cioè una
tipologia di rete wireless in cui è presente un Access Point (AP).
Il livello MAC
Nello strato protocollare MAC di 802.11, il principio di funzionamento di
una BSS si basa su una fase iniziale di handshake tra le stazioni wireless e
l'AP, per stabilire e mantenere una connessione sicura. La BSS è identiﬁcata
univocamente a livello MAC da un Basic Service Set Identiﬁcation (BSSID)
che corrisponde all'indirizzo MAC dell'AP.
L'idea proposta da 802.11p a questo livello, è quella di creare una comu-
nicazione eﬃciente senza l'overhead generato dalle operazioni di handshake,
troppo onerose per le reti veicolari, a vantaggio della velocità di trasmissione.
Per questo motivo è stato pensato di settare tutti i dispositivi sullo stesso cana-
le e conﬁgurarli con lo stesso indirizzo MAC (BSSID). Nasce così il concetto di
Wave BSS (WBSS): un insieme di dispositivi in modalità Wave che utilizzano
lo stesso BSSID. Una WBSS viene inizializzata dal momento in cui viene tra-
smesso il primo pacchetto (beacon) con tutte le informazioni necessarie aﬃnché
chi lo riceve possa conﬁgurarsi.
Per quanto riguarda l'accesso al canale, viene adottata una politica CSMA/-
CA sfruttando l'Enhanced Distributed Channel Access (EDCA) già deﬁnito
per l'IEEE 802.11e. L'EDCA aggiunge delle funzionalità per la gestione della
qualità del servizio (QoS ) aggiungendo meccanismi di riscontro (ACK) e la
possibilità di trasmettere continuativamente. Inoltre oﬀre quattro diverse co-
de, dette Channel Access Function (CFA), distinte dall'uso di quattro diversi
gruppi di parametri di contesa d'accesso. Queste classi di accesso permetto-
no di far coesistere applicazioni di sicurezza, per le quali è indispensabile una
tempistica stringente, con gli altri tipi applicazioni (VoIP, Business), meno
sensibili a ritardi.
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Il livello Fisico
A livello ﬁsico è stata adottata la ﬁlosoﬁa di apportare il minor nume-
ro di cambiamenti rispetto all'esistente 802.11 PHY. Questo è stato possibile
perché IEEE 802.11a opera nella frequenza dei 5GHz e non sono state neces-
sarie troppe modiﬁche per renderlo operativo a 5.9GHz. E' stata utilizzata
come modulazione l'Orthogonal Frequency Division Modulation (OFDM) con
larghezza di banda del canale di 10MHz anziché i 20Mhz di 802.11a. Questa
scelta è stata introdotta per ridurre gli eﬀetti del rumore presenti nel canale
radio. In ﬁgura 2.5 sono mostrate le principali diﬀerenze tra i due standard.
Figura 2.5: Diﬀerenze tra 802.11a e 802.11p
2.3 I protocolli di comunicazione
Mentre lo sviluppo delle applicazioni è ancora in fase di deﬁnzione più
precisa, la ricerca ha portato ad evidenziare diﬀerenti classi di modalità di
comunicazione [30]. Possiamo identiﬁcarne cinque distinte tra loro: Beaco-
ning, Geobroadcast, Routing Unicast, Information Dissemination e Informa-
tion Aggregation. Sulla base di questi metodi di comunicazione potranno essere
sviluppate tutte le applicazioni attuali e future. Vediamo molto brevemente
una descrizione di queste ultime quattro classi, mentre dato che in questa tesi
l'applicativo si basa sul protocollo di Beaconing, nelle sezioni successive andre-
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mo ad analizzare dettagliatamente la sua forma e la tipologia di applicazioni
basate su di esso.
• Geobroadcast : lo scopo di questa classe di applicazioni è quello di distri-
buire immediamente delle informazioni all'interno di un'ampia area, ad
esempio per avvisare un veicolo in arrivo di un determinato evento oppu-
re per segnalare condizioni stradali anomale che necessitano l'attenzione
del guidatore. Ogni nodo trasmette in broadcast il messaggio a tutti i
suoi vicini, che lo inoltrano solo entro i limiti dell'area designata (ﬁgura
2.6). In situazioni di alta densità stradale, per garantire una migliore
scalabilità possono essere adottati schemi di inoltro per evitare la troppa
ridondanza.
Figura 2.6: Propagazione dei messaggi inviati in modalità Geobroadcast
• Routing Unicast : in questo caso la rete veicolare è utilizzata per il tra-
sporto punto-punto di un messaggio (ﬁgura 2.7), e non per la distribu-
zione di messaggi. In base a questi requisiti, è necessario un meccanismo
capace di determinare la posizione corrente della destinazione, a parti-
re dalla sua identità. Nelle reti IP cablate l'Address Resolution Protocol
(ARP) provvede alla determinazione dell'indirizzo ﬁsico; nelle VANET la
funzione di ARP è sostituita da un Location Service che può essere realiz-
zato in forma reattiva o proattiva. Nel primo caso una volta raggiunta la
destinazione è in grado di conoscere anche l'instradamento. Nel secondo
caso invece, rimanda la scoperta del routing ad una fase successiva.
Figura 2.7: Propagazione dei messaggi in modalità Routing Unicast
• Information Dissemination: ha lo scopo di mantenere viva un'informa-
zione per prolungati periodi di tempo, rendendola disponibile anche a
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chi arriva successivamente (ﬁgura 2.8). I messaggi possono essere priori-
tizzati in base al contesto e al volume del traﬃco. Lo schema di comuni-
cazione riprende il classico broadcast singlehop, con l'aggiunta di alcuni
parametri per capire quando reinviare un messaggio.
Figura 2.8: Propagazione dei messaggi in modalità Information Dissemination
• Information Aggregation: utilizzata per ridurre il sovraccarico della rete.
I messagi ricevuti vanno ad arricchire una base di conoscenza del veicolo,
a partire dal quale sono emessi nuovi messaggi (ﬁgura 2.9). In questo
modo al veriﬁcarsi di un evento, individuato da più veicoli, è possibile
evitare uno storms di messaggi attraverso l'aggregazione dei dati.
Figura 2.9: Propagazione dei messaggi in modalità Information Aggregation
2.3.1 Il Beaconing
I messaggi di Beaconing (es. in ﬁgura 2.10) vengono trasmessi da tutti i
veicoli ad intervalli regolari compresi tra 0.1s e 1s. I messaggi devono avere
dimensioni ridotte e possono contenere alcune informazioni destinate ai no-
di limitroﬁ tra cui l'identità del veicolo, la posizione, la direzione, la velocità
ed eventuali messaggi derivanti da qualche sensore attivo sull'auto. I beacon
non sono inoltrati inalterati e concorrono alla consapevolezza cooperativa: ciò
signiﬁca che prima di inviare nuovi beacon, ogni veicolo elabora i dati rice-
vuti dai veicoli adiacenti modiﬁcando, se necessario, il prossimo messaggio da
inviare.
I messaggi sono inviati in modalità broadcast a tutti i veicoli che rientrano
nella portata dell'antenna. Di regola l'invio dei beacon è eﬀettuato ad intervalli
temporali costanti ma potrebbe accadare che, a causa di un evento particolare
(ad es. un incidente), vi sia una cambiamento del periodo dell'intervallo di
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invio. Tra tutti i messaggi che possono essere inviati nel canale radio, i beacon
hanno la priorità più bassa.
Figura 2.10: Messaggi di beaconing periodici inviati in broadcast
2.3.2 Applicazioni basate su beaconing
Prima di descrivere alcuni tipi di applicazioni che sfruttano il beaconing,
è importante sapere quali sono i criteri speciﬁci di comunicazione che di-
stinguono le diﬀerenti classi di applicazione. Questi requisiti sono stati de-
ﬁniti dall'European Telecommunications Standards Institute (ETSI) Technical
Committee for ITS (ETSI TC ITS) [31] e sono:
• Minimum packet transmission frequency [Hz] : rappresenta la frequenza
minima di trasmissione di pacchetti alla quale i veicoli devono trasmet-
tere le loro informazioni. I possibili valori variano in un range di 1Hz -
10Hz.
• Maximum latency time [ms] : denota il tempo di latenza massimo tra la
generazione del pacchetto ai livelli alti e l'eﬀettiva trasimssione attraverso
il canale wireless. Richiede valori tra 50ms e 500ms.
• Minimum duration of the total exchange [s] : dipende dal caso d'uso, dalla
velocità e dal range di trasmissione. Non sono richiesti valori speciﬁci.
• Absolute/relative positioning accuracy [m] : richiesta quando è necessaria
una diﬀerenziazione delle corsie. I valori possibili sono tra 1m e 20m.
• Authentication/security requirements : è particolarmente richiesto per
veicoli di emergenza e operazioni commerciali.
• Availability of digital map information: alcune applicazioni richiedono
la conoscenza dell'ambiente speciﬁco della strada per operare adeguata-
mente.
CAPITOLO 2. LE TECNOLOGIE UTILIZZATE 16
Per quanto riguarda le applicazioni di beaconing, sviluppate per la classe
dell'Active road safety [32], è di fondamentale importanza la frequenza minima
di trasmissione: infatti l'ETSI TC ITS ha stabilito la necessità di inviare 10
pacchetti al secondo, settando quindi tale valore a 10Hz. Di seguito vediamo
due possibili casi d'uso.
Intersection collision warning (ICW)
Quest'applicazione appartiene alla sottoclasse delle Co-operative aware-
ness. Avvisa il guidatore quando una potenziale collisione ad un incrocio è
rilevata attraverso lo scambio dei pacchetti tra i veicoli. Può essere applicata
ad incroci con o senza semafori e può essere basata su comunicazioni V2V o
V2I.
Figura 2.11: Scenario di Intersection collision warning
Nel primo caso, i veicoli inviano periodicamente in broadcast i pacchetti per
localizzarsi tra loro prima di raggiungere l'incrocio (ﬁgura 2.11). Nel secondo
caso, previsto quando la visibilità è ostruita (NLOS), una RSU è installa-
ta sull'incrocio col compito di ricevere e processare tutti i pacchetti ricevuti
dai veicoli in avvicinamento, rispondendo con una serie di pacchetti di avviso
quando individua la possibile collisione tra i due veicoli. Indipendentemen-
te dallo scenario di comunicazione, i veicoli devono necessariamente ricevere
le informazioni su una potenziale collisione in tempi suﬃcienti (o entro una
certa distanza), per garantire al guidatore di decelerare ed evitare l'incidente
all'incrocio.
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Requisiti ICW
Minimum frequency of the periodic message: 10Hz
Maximum latency time: 100ms
Maximum required communication range: 300m
Accurate positioning of vehicles on digital maps
Tabella 2.1: Requisiti di ICW
Emergency electronic brake light (EEBL)
Quest'applicazione appartiene alla sottoclasse delle Road hazard warning.
Quando un veicolo frena violentemente, l'applicazione manda automaticamen-
te per un certo periodo dei pacchetti di avviso agli altri veicoli vicini per cercare
di evitare o comunque limitare un tamponamento (ﬁgura 2.12). Quest'appli-
cazione aiuta i veicoli che seguono attraverso una tempestiva notiﬁca della
brusca frenata, anche quando la visibilità del guidatore è limitata. In questo
caso, il pacchetto trasmesso include informazioni di localizzazione come la po-
sizione della situazione e l'area in cui propagare i messaggi. E' possibile inoltre
supportare quest'applicazione con tradizionali tecnologie radar per prevenire
ancora di più possibili incidenti.
Figura 2.12: Scenario di Emergency electronic brake light
Requisiti EEBL
Minimum frequency of the periodic message: 10Hz
Maximum latency time: 100ms
Maximum required communication range: 300m
Tabella 2.2: Requisiti di EEBL
Capitolo 3
Gli esperimenti
In questo capitolo verranno descritti dettagliatamenti gli esperimenti svol-
ti, focalizzando l'attenzione sul setup ﬁsico e le misure calcolate. Dato che
uno degli obiettivi di questa tesi è stato quello di valutare la conformità dei
risultati ottenuti con quelli precedentemente calcolati, la scelta delle compo-
nenti hardware e software è stata fatta sulla base degli esperimenti passati. La
descrizione del software implementato viene rimandata al capitolo successivo.
Gli esperimenti sono stati svolti in due fasi: la prima ha avuto lo scopo di
testare il sistema per valutarne la correttezza e di individuare eventuali errori
non riscontrabili in laboratorio. Questa fase è stata svolta in un tratto urbano
periferico di Pisa. La seconda fase invece è servita alla raccolta dei dati per
la realizzazione dei report e si è articolata su tre giorni, con un kilometraggio
totale di circa 500km. In seguito saranno presentati solamente i dettagli della
seconda fase.
3.1 Il setup ﬁsico
Il setup ﬁsico è composto da tutte le componenti hardware necessarie alla
comunicazione dei tre veicoli. La componente principale è l'unità LinkBird-
MX, che costituisce l'OBU del nostro dominio veicolare; di seguito vedremo le
sue caratteristiche principali, per poi introdurre tutti i componenti utilizzati
nella realizzazione degli esperimenti.
3.1.1 Le LinkBird-MX
I laboratori NEC hanno realizzato le LinkBird-MX come prototipo per le
attività di ricerca mirate allo sviluppo di applicazioni per comunicazioni vei-
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colari. Ogni unità è formata da due parti: la piattaforma hardware, visibile
in ﬁgura 3.1, e le librerie software integrate chiamate CAR-2-X Software De-
velopement Kit (C2X SDK) [33], dove la CAR-2-X sta per CAR-2-CAR e
CAR-2-INFRASTRUCTURE.
Figura 3.1: Vista frontale e dal dietro di una unità Linkbird
L'hardware attualmente utilizzato ospita un kernel linux alla versione 2.6.19
supportato da una CPU MIPS a 64 bit, 512 MB NAND-Flash, 16 MB Nor-
Flash e 128 MB SDRAM. Ha dimensioni piuttosto ridotte (153,5mm x 118mm
x 43mm) ideali per l'utilizzo come OBU sul veicolo. Non dispone di una
batteria e quindi necessita di essere collegata ad una fonte di corrente: dato che
si potrebbe incorrere in problemi di esaurimento della batteria del veicolo, sono
state studiate tecnologie per minimizzare il consumo di potenza (al massimo
5W). Può ospitare processi applicativi oppure essere usata a partire da un
diverso computer collegato via Ethernet (caso d'uso di questa tesi).
Le LinkBird-MX hanno la possibilità di interfacciarsi via porta Ethernet,
2 USB, GPS, CAN (Controlled Area Network) e MOST (Media Oriented Sy-
stems Transport). Dispongono inoltre di una PCMCIA per poter inserire due
altre schede WLAN e di due connettori SMA per supportare diversi tipi di
antenna. Un riassunto delle varie interfacce è mostrato nella tabella 3.1.
Interfacce Speciﬁche
Porta Ethernet Rj-45 10/100Base-T, 1 porta
USB Versione 2.0, 2 porte
VICS 1 porta
UART integrata GPS, CAN, DSRC, 232C
MOST 1 porta




Tabella 3.1: Interfacce LinkBird-MX
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Il NEC C2X SDK è un pacchetto software, scritto in Java, che implementa
lo stack protocollare di comunicazione tra veicoli e infrastrutture basato sul-
la tecnologia wireless a corto raggio. E' formato di due moduli principali: il
C2X Protocol Stack e le C2X API. Il C2X Protocol Stack, mostrato in ﬁgura
3.2, implementa le comunicazioni wireless ad-hoc e multi-hop tra OBU e RSU,
sfruttando le tipologie di routing precedentemente descritte. Viene eseguito
come un demone in user space, comunicante con le applicazioni mediante una
API, oppure direttamente per mezzo di Socket UDP. Tra le principali fun-
zionalità implementate, di particolare importanza sono il controllo di potenza
per pacchetto, la prioritizzazione dei messaggi, il supporto IPv4 e IPv6 e la
gestione della sicurezza tramite ﬁrme digitali e certiﬁcati.
Figura 3.2: C2X Protocol Stack
Le C2X API (Applications Programming Interfaces), mostrate in ﬁgura 3.3,
mettono a disposizione del programmatore delle interfacce per comunicare con
lo Stack Protocollare. Le API permettono di eseguire le applicazioni su unità
dedicate (ad esempio un portatile) e grazie alla portabilità di Java, possono
essere eseguite su qualsiasi sistema operativo.
Figura 3.3: C2X API
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Vengono distinti due tipi di applicazioni che possono utilizzare le API:
Applicazioni C2X e Applicazioni IP. Le prime si basano sul protocollo veicolare
e ne possono controllare meccanismi e funzionalità. Le seconde si basano sul
protocollo standard IP e utilizzano la rete veicolare come un canale trasparente.
Sulla base di questa distinzione, il C2X SDK mette a disposizione sei tipi di
interfacce:
• Data e Management. Permettono di inviare/ricevere messaggi e di leg-
gere/scrivere la posizione geograﬁca, gli pseudonimi e le credenziali di si-
curezza, gli elementi della location table e conﬁgurare un location service
(tecnica di localizzazione geograﬁca).
• Information Connector. Permette lo scambio asincrono di informazioni
tra gli strati, con le applicazioni che si iscrivono a servizi di stato e sono
notiﬁcate dell'occorrenza di eventi, ad esempio quando appare un nuovo
vicino.
• Information Handler. Aggrega le informazioni di più applicazioni e le
inserisce nei Beacon.
• IP. Consente l'esecuzione di programmi basati su IPv4/6.
• Network and Transport Access (NWTA). Nuova interfaccia implementa-
ta per supportare applicazioni per progetti Pre-Drive C2X.
Concludendo, il C2X SDK è stato sviluppato con l'intento di essere in-
dirizzato a due principali gruppi di potenziali utenti: il primo, quello degli
sviluppatori di applicativi, può utilizzare le API SDK per uno sviluppo rapido
del software, aﬃdandosi ai sottolivelli messi a disposizione dallo stack proto-
collare dall'SDK stesso. Il secondo, quello degli ingegneri di sistema, può uti-
lizzare l'SDK per condurre espirimenti, testando delle speciﬁche conﬁgurazioni
e misurando le performance di particolari funzionalità.
3.1.2 Gli altri componenti
Il setup ﬁsico si completa con i seguenti componenti:
• computer portatile Sony Vaio VGN-Z21MN con processore Intel Core
2 Duo CPU P8600 @ 2.40 Ghz, 4GiB di Memoria Ram, con sistema
operativo Ubuntu 11.10 con kernel 3.0.0-19.
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• computer portatire Sony Vaio con processore Intel Core 2 Duo CPU
P7350 @ 2.00 Ghz, 3GiB di Memoria Ram, con sistema operativo Ubuntu
9.04 con kernel 2.6.28-19.
• computer portatile Acer Travelmate con processore Inter Celeron CPU
530 @ 1,73 Ghz, 1GiB di Memoria Ram, con sistema operativo Ubuntu
9.10 con kernel 2.6.31-22.
• tre antenne abbinate alle LinkBird-MX
• tre cavi Ethernet incrociati per la connessione dei portatili alle LinkBird-
MX
• tre cavi Seriali utili al settaggio delle impostazioni delle LinkBird-MX
• tre ricevitori Model-B07 GPS per computer con attacco USB
• tre inverter per trasformare la corrente continua dell'auto in alternata,
necessari per fornire energia a tutti i componenti
• veicolo Lancia Phedra, altezza 1.74m, utilizzato come veicolo alto
• veicolo Ford Galaxy, altezza 1.76m, utilizzato come veicolo alto
• veicolo Alfa Romeo Giulietta, altezza 1.47m, utilizzato come veicolo basso
• veicolo Volkswagen Golf, altezza 1.48m, utilizzato come veicolo basso
• veicolo Lancia Delta, altezza 1.50m, utilizzato come veicolo basso
• veicolo Fiat Marea, altezza 1.46m, utilizzato come veicolo basso
La presenza di più auto diﬀerenti è stata dettata dalla disponibilità di
esse al momento del noleggio. In seguito, per ciascuno dei 3 report verranno
riportate quali sono state utilizzate.
Il dominio all'interno dell'auto, mostrato in ﬁgura 3.4, comprende quindi la
presenza di un portatile connesso tramite USB ad un ricevitore GPS e tramite
Ethernet alla LinkBird-MX, a sua volta collegata col connettore SMA all'an-
tenna. Quest'ultima (ﬁgura 3.5) è stata posizionata sul tettino dell'auto in una
posizione centrale mentre il ricevitore GPS è stato posizionato sul parabrezza
dell'auto per garantire una migliore ricezione del segnale (ﬁgura 3.6).
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Figura 3.4: Dominio all'interno dell'auto: portatile e linkbird-MX
Figura 3.5: Antenna LinkBird-MX
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Figura 3.6: Ricevitore Model-B07 GPS
Figura 3.7: Situazione generale dei tre veicoli
CAPITOLO 3. GLI ESPERIMENTI 25
In ﬁgura 3.7 è mostrata una conﬁgurazione delle tre auto per gli esperimenti
su strada. Dalla foto è possibile notare la scelta di un auto di diﬀerente altezza
rispetto alle altre due, in questo caso posizionata in testa ai tre veicoli.
3.2 I report ﬁnali
Come presentato negli obiettivi di questa tesi, uno degli scopi primari era
quello di valutare le performance di un'applicazione di beaconing in un am-
biente veicolare multihop. Prima di deﬁnire accuratamente quali sono state
le misure considerate nello studio delle performance, bisogna delineare due
modelli: singlehop/multihop, LOS/NLOS.
3.2.1 Singlehop/Multihop
Quando si parla di comunicazione multihop, solitamente si intende il pro-
cesso di comunicazione per lo scambio di informazioni tra due nodi di una rete,
non collegati direttamente tra loro. Si ha quindi la possibilità di far viaggiare
inalterato un pacchetto nella rete per un numero (limitato) di nodi, calcolando
il tempo di attraversamento del pacchetto dal nodo mittente al nodo destina-
tario. Il concetto di beaconing richiede però speciﬁche diverse: ogni nodo della
rete contribuisce alla conoscenza cooperativa, inviando ad intervalli regolari le
informazioni più aggiornate di tutti i suoi nodi vicini. In questo scenario cam-
bia sensibilmente il concetto di multihop: si tratta infatti della possibilità per
un veicolo x, comunicante con y, di ricevere informazioni più recenti relative a
y stesso da un terzo veicolo z.
Ad esempio considerando lo scenario in ﬁgura 3.8, analizziamo questa si-
tuazione: al tempo t il veicolo 0 invia in broadcast un pacchetto attraverso i
canali SH(0, 1) e SH(0, 2). Al tempo t+ 1 supponiamo che il veicolo 1 riceva
tale pacchetto e il veicolo 2 no, a causa della maggiore distanza e la presenza
di un ostacolo. Il veicolo 1 dopo aver aggiornato la propria tabella, invia un
nuovo pacchetto contenente anche le informazioni sul veicolo 0 appena aggior-
nate sul canale SH(1, 2). Al tempo t+ 2 il veicolo 2 riceverà il pacchetto con
le informazioni più aggiornate sul veicolo 0 dal veicolo 1, andando a sua volta
ad aggiornare la propria tabella. Sulla base di questo a noi interessa per ogni
misura calcolata, valutare il beneﬁcio apportato dalla comunicazione multihop,
in cui le informazioni relative al veicolo 0 ricevute dal veicolo 1 sono prese in
considerazione, rispetto a quella singlehop, in cui invece tali informazioin sono
ignorate.
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Figura 3.8: Scenario di comunicazione multihop
3.2.2 LineOfSight (LOS)/NonLineOfSight (NLOS)
Questo modello, identiﬁcato come L/N, diﬀerenzia il canale comunicativo
singlehop tra due veicoli in termini di visibilità: nel caso LOS la comunicazione
è diretta, senza alcun ostacolo che si interpone tra i due. Invece nel caso
NLOS, la comunicazione è ostacolata da un oggetto, come ad esempio un'altra
automobile, un camion oppure un muro in prossimità di un incrocio.
A diﬀerenza dei precedenti esperimenti, svolti con solo due veicoli, è stato
possibile caratterizzare questo modello misurando le diﬀerenze di performance
tra il caso LOS e NLOS. In particolare oltre a darne una panoramica generale,
sono state studiate delle conﬁgurazioni in base ai seguenti parametri:
1. il tipo di altezza dei due veicoli comunicanti in modalità LOS: è possi-
bile quindi distinguere in basso/basso, alto/basso, basso/alto. (il primo
veicolo è il trasmittente, l'altro il ricevente)
2. il tipo di altezza del veicolo posto come ostacolo alla comunicazione degli
altri due: in questo caso si distingue in basso e alto.
3.2.3 Le misure calcolate
Tutte le misure di seguito elencate, oltre ad essere state calcolate sull'ag-
gregazione generale dei dati, sono state deﬁnite più speciﬁcatamente sulla base
dei due modelli sopra deﬁniti.
• Beacon (packet) delivery rate (PDR): si riferisce al rapporto tra i bea-
cons correttamente ricevuti e il numero totale di beacons trasmessi, nella
comunicazione diretta tra due veicoli. Nel caso multihop vanno sommati
al numeratore, i beacons ricevuti da altri veicoli.
• PDR vs. Distance: da una stima del PDR sulla base della distanza. E'
utile per capire ﬁno a che distanza i beacons possono essere ricevuti con
un minimo di aﬃdabilità.
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• Beacon (packet) inter-reception (PIR) time: è deﬁnito come l'intervallo
di tempo trascorso tra la ricezione di due beacons consecutivi. E' la mi-
sura principale del lavoro svolto, in quanto mostrerà se i requisiti minimi
deﬁniti per le applicazioni di beaconing sono soddisfatti.
• PIR BlackOut : indica la probabilità che l'intervallo di PIR superi 1
secondo, deﬁnito come tempo di balckout. Dato che un'automobile può
percorrere ﬁno a 30-40 m al secondo in autostrada, questa misura ci
mostra qual è la probabilita che potenziali situazioni pericolose possano
non essere rilevate, a causa dell'assenza di informazioni aggiornate.
Capitolo 4
Il software realizzato
In questo capitolo verrà descritto il codice implementato e utilizzato ne-
gli esperimenti. Saranno mostrate le scelte implementative allegando dove
necessario parti di codice. Sono stati sviluppati due tipi di programmi: l'ap-
plicazione di beaconing, utilizzata per la raccolta dei dati, e il programma di
post-processing, necessario per redigere i report dei capitoli successivi.
4.1 L'applicazione di beaconing
L'applicazione di beaconing costituisce l'AU all'interno del dominio del
veicolo, che eseguita sul portatile comunica con l'OBU. E' stata sviluppata
in Java, utilizzando l'ambiente di sviluppo Eclipse, sfruttando le librerie C2X
SDK.
Lo sviluppo dell'applicazione ha previsto sostanziali modiﬁche sulla base di
quanto già era stato fatto: in ordine di importanza, la necessità di utilizzare
una tabella per memorizzare le informazioni dei veicoli, le modalità di com-
pressione dei dati all'interno del pacchetto e inﬁne la struttura di salvataggio
degli invii e delle ricezioni all'interno dei ﬁle di log.
Con l'introduzione di un terzo veicolo e in ottica di utilizzo anche con più
veicoli, è stato necessario introdurre un'opportuna struttura dati necessaria al-
la memorizzazione delle informazioni ricevute sugli altri veicoli. Questa scelta
è stata dettata dal fatto che un requisito fondamentale delle applicazioni di
beaconing nel campo della sicurezza attiva, è quello che ciascun veicolo contri-
buisce alla conoscenza cooperativa e alla distribuzione in broadcast di tutte le
informazioni utili ad altri veicoli per comprendere al meglio lo scenario stradale
circostante. Nonostante la semplicità dei test previsti per questa tesi (scenario
con solo tre auto) che poteva prevedere l'utilizzo di una struttura dati non
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complessa, come un array o un vettore, è stato fatto uno studio accurato che
ha portato a scegliere una struttura idonea anche per scenari più complessi.
Il requisito principale della struttura da utilizzare, era quello di dover ac-
cedere ad essa in maniera veloce tramite gli ID dei veicoli, permettendo così
un rapido aggiornamento delle informazioni. Per questa ragione è stato optato
di utilizzare una forma di mappa, cioè una collezione di oggetti il cui scopo
principale è quello di rendere veloci ed eﬃcienti operazioni quali inserimento e
ricerca di elementi. Per fare questo memorizza coppie <chiave, valore> e ha
due implementazioni disponibili nelle API Java dell'interfaccia java.util.Map:
HashMap e TreeMap. Dato che non era di nostro interesse mantenere un ordine
nell'inserimento degli elementi nella struttura (funzionalità oﬀerta dalla Tree-
Map), è stato scelto di utilizare la HashMap anche per le migliori performance
delle operazioni di get e put.
Inoltre abbiamo ritenuto interessante la possibilità di impostare due fattori
che, in casi stradali complessi, giocano a nostro parere un ruolo fondamentale
nelle performance della tabella: la capacità iniziale e il fattore di carico. Il
primo identiﬁca la capacità al momento in cui la tabella hash viene creata
mentre il secondo è la misura di quanto deve essere riempita la tabella aﬃnché
la sua capacità venga automaticamente aumentata. Se a questi due parametri
aggiungiamo una funzione di refresh in grado di rimuovere le entry non viste
per un certo intervallo di tempo, possiamo mantenere una struttura le cui
performance non incidano negativamente sulla comunicazione. Tutte queste
considerazioni sono state fatte per possibili utilizzi futuri in quanto ai ﬁni
dei nostri esperimenti risultavano inutili. Infatti la capacità iniziale è stata
impostata ad un valore di 3 mentre il fattore di carico è stato lasciato quello
di default (.75); la funzione di refresh invece non è stata implementata.
Nel listato 4.1 sono mostrate la dichiarazione della HashMap e l'inserimento
e la modiﬁca di una entry all'interno di essa.
/∗ I n i z i a l i z z a z i o n e HashMap ∗/
Map<Integer , EntryTable> tableNode = new HashMap<Integer ,
EntryTable >(3) ;
/∗ Inser imento ID v e i c o l o 0 ∗/
tableNode . put ( In t eg e r . valueOf (0 ) , new EntryTable ( ) ) ;
/∗ Aggiornamento v a l o r i per v e i c o l o con ID = key ∗/
tableNode . get ( In t eg e r . valueOf ( key ) ) . setParams ( pkt , currLat ,
currLong , currSpeed , currHead , currTime ) ;
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Listing 4.1: Inizializzazione e modiﬁca Hash Map
La HashMap come abbiamo detto memorizza coppie <chiave, valore> che
nel nostro caso sono formate da <ID veicolo, ultima informazione ricevuta>.
Poiché l'ultima informazione ricevuta è formata da un insieme di valori (latitu-
dine, longitudine, ecc..), è stata creata una classe unica per la memorizzazione
di queste informazioni, come mostrato nel listato 4.2.
pub l i c c l a s s EntryTable {
p r i va t e i n t id_Pkt ;
p r i va t e f l o a t l a t i t u d e ;
p r i va t e f l o a t l ong i tude ;
p r i va t e f l o a t speed ;
p r i va t e f l o a t heading ;
p r i va t e long time ;
/∗ Cost rut to re per prima i n i z i a l i z z a z i o n e ∗/
pub l i c EntryTable ( ) {
id_Pkt = 0 ;
l a t i t u d e = 0 ;
l ong i tude = 0 ;
speed = 0 ;
heading = 0 ;
time = 0 ;
}
/∗ Cost rut to re con i n z i a l i z z a z i o n e de i parametr i ∗/
pub l i c EntryTable ( i n t idPkt , f l o a t l a t i t ude , f l o a t long i tude ,
f l o a t speed , f l o a t heading , long time ) {
t h i s . id_Pkt = idPkt ;
t h i s . l a t i t u d e = l a t i t u d e ;
t h i s . l ong i tude = long i tude ;
t h i s . speed = speed ;
t h i s . heading = heading ;
t h i s . time = time ;
}
/∗ Metodo per l a modi f i ca de i v a l o r i ∗/
pub l i c void setParams ( i n t idPkt , f l o a t l a t i t ude , f l o a t long i tude
, f l o a t speed , f l o a t heading , long time ) {
t h i s . id_Pkt = idPkt ;
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t h i s . l a t i t u d e = l a t i t u d e ;
t h i s . l ong i tude = long i tude ;
t h i s . speed = speed ;
t h i s . heading = heading ;
t h i s . time = time ;
}
pub l i c i n t getId_Pkt ( ) {
re turn id_Pkt ;
}
pub l i c f l o a t ge tLat i tude ( ) {
re turn l a t i t u d e ;
}
pub l i c f l o a t getLongitude ( ) {
re turn l ong i tude ;
}
pub l i c f l o a t getHeading ( ) {
re turn heading ;
}
pub l i c f l o a t getSpeed ( ) {
re turn speed ;
}
pub l i c long getTime ( ) {
re turn time ;
}
pub l i c void setHeading ( f l o a t heading ) {
t h i s . heading = heading ;
}
pub l i c void setId_Pkt ( i n t id_Pkt ) {
t h i s . id_Pkt = id_Pkt ;
}
pub l i c void s e tLa t i tude ( f l o a t l a t i t u d e ) {
t h i s . l a t i t u d e = l a t i t u d e ;
}
pub l i c void setLong i tude ( f l o a t l ong i tude ) {
t h i s . l ong i tude = long i tude ;
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}
pub l i c void setSpeed ( f l o a t speed ) {
t h i s . speed = speed ;
}
pub l i c void setTime ( long time ) {
t h i s . time = time ;
}
}
Listing 4.2: Classe EntryTable
Inﬁne è stato necessario gestire la sincronizzazione della HashMap: questo
per evitare che si creino incosistenze a seguito di operazioni concorrenti di let-
tura e scrittura presenti nei thread di invio e ricezione di un messagio, discussi
in seguito. Dato che la classe HashMap risulta essere non sincronizzata, è sta-
to necessario utilizzare una classe di supporto per gestire la sincroninizzazione
esterna. La scelta è ricaduta sulla classe Semaphore, che deﬁnisce un semafo-
ro su cui eﬀettuare le operazioni di acquisizione e rilascio, come mostrato nel
listato 4.3.
/∗ I n i z i a l i z z a i o n e de l semaforo ∗/
Semaphore sem = new Semaphore (1 , t rue ) ;
/∗Acqu i s i z i one e r i l a s c i o ∗/
sem . acqu i r e ( ) ;
{ b locco da e s e gu i r e in mutua e s c l u s i o n e }
sem . r e l e a s e ( ) ;
Listing 4.3: Gestione del semaforo
Il secondo parametro del costruttore rappresenta la gestione del fairness :
in questo caso, viene esplicitamente richiesto che la coda con tutti i thread che
richiedono l'accesso alle risorse, venga processata secondo il metodo First In
First Out (FIFO).
Il successivo problema ha riguardato la modalità di compressione dei dati
all'interno dei pacchetti inviati: all'aumentare dei veicoli e, di conseguenza,
delle informazioni da inviare, diventa importante scegliere una forma di inse-
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rimento dei dati nel pacchetto, senza che questo diventi di dimensioni troppo
grandi che potrebbero creare latenze nella trasmissione. Inizialmente erano
state adottate possibili soluzioni messe a disposizioni dalle API di Java, come
ad esempio la Serializzazione; ma causa dell'enorme quantità di dati aggiunta
dal processo di serializzazione, è stato scelto di eﬀettuare una trasformazione
manuale, come mostrato nel listato 4.4.
/∗COSTRUZIONE PAYLOAD PACCHETTO ∗/
/∗ agg iorno l a t a b e l l a n e l l a entru de l v e i c o l o mittente ∗/
tableNode . get ( In t eg e r . valueOf ( v e i c o l o ) ) . setParams ( count2 , l a t i t ude
, long i tude , speed , heading , time ) ;
byte [ ] payload = new byte [ pkt_size ] ;
i n t i ;
/∗ v e i c o l o mittente ∗/
byte ve i co lo_mit tente = ( byte ) v e i c o l o ;
payload [ 0 ] = ve i co lo_mit tente ;
/∗ dimens ion i t a b e l l a ∗/
byte t a b l e s i z e = ( byte ) tableNode . s i z e ( ) ;
payload [ 1 ] = t a b l e s i z e ;
i n t j = 0 , k = 0 ;
f o r (Map. Entry<Integer , EntryTable> t : tableNode . entrySet ( ) ) {
/∗ID v e i c o l o ∗/
byte id_ve i co lo = ( byte ) t . getKey ( ) . intValue ( ) ;
payload [2+ j ] = id_ve i co lo ;
/∗ID pacchetto ∗/
byte [ ] ID = Helpers . toByta ( ( shor t ) t . getValue ( ) . getId_Pkt ( ) ) ;
f o r ( i =0; i<ID . l ength ; i++)
payload [3+ i+j ]=ID [ i ] ;
/∗ Lat i tud ine ∗/
byte [ ] l a tb = Helpers . toByta ( t . getValue ( ) . ge tLat i tude ( ) ) ;
payload [5+ j ]= la tb [ 0 ] ;
payload [6+ j ]= la tb [ 1 ] ;
payload [7+ j ]= la tb [ 2 ] ;
payload [8+ j ]= la tb [ 3 ] ;
/∗Longitudine ∗/
byte [ ] lonb = Helpers . toByta ( t . getValue ( ) . getLongitude ( ) ) ;
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payload [9+ j ]= lonb [ 0 ] ;
payload [10+ j ]= lonb [ 1 ] ;
payload [11+ j ]= lonb [ 2 ] ;
payload [12+ j ]= lonb [ 3 ] ;
/∗Ve loc i t a ' ∗/
byte [ ] speedb = Helpers . toByta ( t . getValue ( ) . getSpeed ( ) ) ;
payload [13+ j ] = speedb [ 0 ] ;
payload [14+ j ] = speedb [ 1 ] ;
payload [15+ j ] = speedb [ 2 ] ;
payload [16+ j ] = speedb [ 3 ] ;
/∗Direz i one ∗/
byte [ ] headb = Helpers . toByta ( t . getValue ( ) . getHeading ( ) ) ;
payload [17+ j ] = headb [ 0 ] ;
payload [18+ j ] = headb [ 1 ] ;
payload [19+ j ] = headb [ 2 ] ;
payload [20+ j ] = headb [ 3 ] ;
/∗Tempo GPS∗/
byte [ ] timeb = Helpers . toByta ( t . getValue ( ) . getTime ( ) ) ;
payload [21+ j ] = timeb [ 0 ] ;
payload [22+ j ] = timeb [ 1 ] ;
payload [23+ j ] = timeb [ 2 ] ;
payload [24+ j ] = timeb [ 3 ] ;
payload [25+ j ] = timeb [ 4 ] ;
payload [26+ j ] = timeb [ 5 ] ;
payload [27+ j ] = timeb [ 6 ] ;
payload [28+ j ] = timeb [ 7 ] ;
/∗ Incremento k per ogni v e i c o l o ∗/
k++;
/∗Mi d i c e a che punto de l pacchetto sono a r r i v a t o a s c r i v e r e ∗/
j = k ∗27 ;
/∗ Str inga da memorizzare ne l f i l e d i l og ∗/
s2 += t . getValue ( ) . ge tLat i tude ( )+
" "+t . getValue ( ) . getLongitude ( )+
" "+t . getValue ( ) . getSpeed ( )+
" "+t . getValue ( ) . getHeading ( )+
" "+t . getValue ( ) . getTime ( )+ " " + t . getValue ( ) . getId_Pkt ( ) + "
" ;
}
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/∗Byte f i t t i z z i ∗/
f o r ( i=j ; i<pkt_size ; i++)
payload [ i ]=( byte ) i ;
/∗PARSING PAYLOAD PACCHETTO ∗/
/∗ v e i c o l o che ha i nv i a i l messaggio ∗/
tmp =Int eg e r . t oS t r i ng ( Helpers . toUnsignedInt ( payload2 [ 0 ] ) ) ;
s+=tmp + " " ;
/∗ v a r i a b i l e che i nd i c a l a grandezza d e l l a t a b e l l a ∗/
i n t s i z e = Helpers . toUnsignedInt ( payload2 [ 1 ] ) ;
/∗ v a r i a b i l e u t i l e a l l ' avanzamento ne l payload e n e l l a t a b e l l a ∗/
i n t j = 0 , k = 0 ;
whi l e ( k < s i z e ) {
/∗ Id de l v e i c o l o d i cu i segu i ranno i da t i ∗/
i n t key = Helpers . toUnsignedInt ( payload2 [2+ j ] ) ;
/∗Prendo l a entry d e l l a t a b e l l a r e l a t i v a a l l ' id d i va l o r e key∗/
EntryTable et = tableNode . get ( In t eg e r . valueOf ( key ) ) ;
/∗Se i l campo che l eggo e ' r e l a t i v o a me s t e s s o , s a l t o . ∗/
i f ( key != v e i c o l o ) {
/∗ID pacchetto ∗/
byte [ ] idPkt = new byte [ 2 ] ;
idPkt [ 0 ] = payload2 [3+ j ] ;
idPkt [ 1 ] = payload2 [4+ j ] ;
i n t pkt = Helpers . toShort ( idPkt ) ;
byte [ ] l l b = new byte [ 4 ] ;
/∗ l a t i t u d i n e ∗/
l l b [ 0 ] = payload2 [5+ j ] ;
l l b [ 1 ] = payload2 [6+ j ] ;
l l b [ 2 ] = payload2 [7+ j ] ;
l l b [ 3 ] = payload2 [8+ j ] ;
f l o a t currLat = Helpers . toF loat ( l l b ) ;
/∗ l o ng i t ud i n e ∗/
l l b [ 0 ] = payload2 [9+ j ] ;
l l b [ 1 ] = payload2 [10+ j ] ;
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l l b [ 2 ] = payload2 [11+ j ] ;
l l b [ 3 ] = payload2 [12+ j ] ;
f l o a t currLong = Helpers . toF loat ( l l b ) ;
/∗ v e l o c i t a ' ∗/
l l b [ 0 ] = payload2 [13+ j ] ;
l l b [ 1 ] = payload2 [14+ j ] ;
l l b [ 2 ] = payload2 [15+ j ] ;
l l b [ 3 ] = payload2 [16+ j ] ;
f l o a t currSpeed = Helpers . toF loat ( l l b ) ;
/∗ heading ∗/
l l b [ 0 ] = payload2 [17+ j ] ;
l l b [ 1 ] = payload2 [18+ j ] ;
l l b [ 2 ] = payload2 [19+ j ] ;
l l b [ 3 ] = payload2 [20+ j ] ;
f l o a t currHead = Helpers . toF loat ( l l b ) ;
/∗ time ∗/
byte [ ] timeb = new byte [ 8 ] ;
timeb [ 0 ] = payload2 [21+ j ] ;
timeb [ 1 ] = payload2 [22+ j ] ;
timeb [ 2 ] = payload2 [23+ j ] ;
timeb [ 3 ] = payload2 [24+ j ] ;
timeb [ 4 ] = payload2 [25+ j ] ;
timeb [ 5 ] = payload2 [26+ j ] ;
timeb [ 6 ] = payload2 [27+ j ] ;
timeb [ 7 ] = payload2 [28+ j ] ;
long currTime = Helpers . toLong ( timeb ) ;
/∗Se l ' id de l pkt e ' maggiore d i qu e l l o che ho n e l l a t abe l l a ,
f a c c i o l ' aggiornamento ∗/
i f ( pkt > et . getId_Pkt ( ) | | pkt == 0) {
tableNode . get ( In t eg e r . valueOf ( key ) ) . setParams ( pkt , currLat ,
currLong , currSpeed , currHead , currTime ) ;
s += currLat + " " + currLong + " " + currSpeed + " " +
currHead+
" " + currTime + " " + pkt + " " ;
}
e l s e
s += et . ge tLat i tude ( ) + " " + et . getLongitude ( ) + " " + et .
getSpeed ( ) + " " + et . getHeading ( )+
" " + et . getTime ( ) + " " + et . getId_Pkt ( ) + " " ;
}
e l s e
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s += et . ge tLat i tude ( ) + " " + et . getLongitude ( ) + " " + et .
getSpeed ( ) + " " + et . getHeading ( )+
" " + et . getTime ( ) + " " + et . getId_Pkt ( ) + " " ;
k++;
j = k ∗27 ;
}
Listing 4.4: Costruzione e parsing del payload pacchetto
L'inserimento viene eﬀettuato attraverso una trasformazione diretta dei
dati in un array di byte, che nel nostro scenario ha permesso di ottenere una
dimensione massima del pacchetto inferiore ai 150 byte (contro gli oltre 400
byte risultanti dalla serializzazione). In ricezione i dati vengono ricostituiti
specularmente (listato 4.4) avendo a disposizione nel pacchetto la dimensione
della tabella. Grazie all'HashMap non è necessario che i veicoli abbiano me-
morizzati i veicoli nel solito ordine, in quanto l'accesso ad essa avviene tramite
la chiave rappresentata dagli ID dei veicoli. La classe Helpers contiene metodi
di supporto ad esempio per la conversione dei tipi, non deﬁnite in Java. Nel
codice 4.5 è mostrato l'esempio di conversione da ﬂoat ad array di byte.
/∗Metodo per l a conver s i one d i un f l o a t in un array d i byte ∗/
pub l i c s t a t i c byte [ ] toByta ( f l o a t data ) {
re turn toByta ( Float . f loatToRawIntBits ( data ) ) ;
}
pub l i c s t a t i c byte [ ] toByta ( f l o a t [ ] data ) {
i f ( data == nu l l ) r e turn nu l l ;
byte [ ] byts = new byte [ data . l ength ∗ 4 ] ;
f o r ( i n t i = 0 ; i < data . l ength ; i++)
System . arraycopy ( toByta ( data [ i ] ) , 0 , byts , i ∗ 4 , 4) ;
r e turn byts ;
}
Listing 4.5: Esempio conversione dato primitivo
L'array di byte ottenuto, viene inserito nel messaggio ed inviato attraverso
le seguenti chiamate.
/∗Formo i l messaggio ∗/
f i n a l SHBMessage msg = new SHBMessage (
mgmtIPv4Addr . getHostAddress ( ) , DEFAULT_C2X_PORT, ( shor t ) 1 ,
PRIORITY,
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DEFAULT_SHB_APP_PORT, DEFAULT_SHB_APP_PORT,
f a l s e , f a l s e , f a l s e , send_data ) ;
msg . setSecHdr ( f a l s e ) ;
byte [ ] dasped i r e = msg . assemble ( ) ;
/ Invoco i l thread per l ' i nv i o ∗/
shbSRThread . send ( dasped i r e ) ;
Listing 4.6: Costruzione ed invio del messaggio
Sia il messaggio di tipo single-hop broadcast (SHB) che il thread di invio
sono implementati nella libreria C2X. La variabile send_data rappresenta il
payload del messaggio, formata proprio dai dati dei veicoli.
L'ultima modiﬁca ha riguardato la struttura dei due ﬁle di log, uno adibito
per l'invio e l'altro per la ricezione, utili successivamente nella fase di post-
processing. La scrittura dei ﬁle è eﬀettuata tramite la memorizzazione dei
vari campi all'interno di una stringa scritta ad intervalli regolari. Vediamo un
esempio di una riga di ﬁle di log, sia di invio che di ricezione, risultanti da un
esperimento eﬀettuato (per comodità di lettura la riga è stata spezzata):
Riga de l f i l e d i LOG di Inv io
1331806169170
43.697598 10.834174 25 .32 58 .97 1331806102 15913
43.697483 10.83395 25 .979 59.6033 1331806103 15533
43.6974 10.833782 26 .85 61 .61 1331806102 13437
Riga de l f i l e d i LOG di Ricez ione
1331805231044 0
43.633804 10.575804 25 .31 72 .58 1331805179 6684
43.63369 10.575204 24 .66 70.8349 1331805180 6304
43.633587 10.574756 25 .59 70 .77 1331805179 4209
I due ﬁle sono strutturati similarmente se non per la presenza di un campo
in più nel ﬁle di Ricezione, riguardante l'ID del veicolo mittente (in questo
caso il veicolo con ID 0). Per il resto contengono nell'ordine il tempo macchina,
accurato al millisecondo, e i dati dei tre veicoli in ordine di ID. Da precisare che
mentre nel ﬁle di invio c'è corrispondenza biunivoca col pacchetto inviato, in
quello di ricezione si scrivono le informazioni più aggiornate, che possono non
coincidere con il contenuto dell'ultimo pacchetto ricevuto. Questo controllo è
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eﬀettuato nella fase di parsing del payload, veriﬁcando che l'ID del pacchetto
ricevuto sia maggiore del precedente ID memorizzato nella HashMap.
Il programma permette di deﬁnire i seguenti parametri:
• Id Veicolo [int]: id univoco che identiﬁca ciascun veicolo.
• Packet size [byte]: dimensione massima del pacchetto da inviare.
• Intervallo [ms]: tempo che intercorre tra l'invio dei pacchetti.
• Durata [s]: intervallo di tempo tra una scrittura e un'altra sui ﬁle di log.
Ai ﬁni degli esperimenti, di particolare rilevanza sono i parametri riguar-
danti la dimensione massima dei pacchetti e l'intervallo di trasmissione. Il
primo è stato impostato a 150 byte mentre l'intervallo di trasmissione, settato
a 100 ms (10 MHz), è stata una scelta imposta dall'ETSI TC ITS per le
applicazioni (di beaconing) per il campo della sicurezza attiva.
E' possibile dividere la struttura del programma in tre parti: l'invio, la
ricezione dei messaggi e la lettura dei dati dal ricevitore GPS. L'interrogazione
dei dati del GPS avviene attraverso l'utilizzo di un Timer che ogni 100 mil-
lisecondi provvede alla lettura e alla gestione delle informazioni. Se il GPS è
connesso ad uno o più satelliti, la risposta conterrà dati consistenti e buoni da
utilizzare; in particolare di maggior importanza sono stati considerati:
• Latitudine: viene misurata in gradi sessadecimali ed indica la latitudine
del veicolo rilevata durante l'ultima acquisizione dei dati.
• Longitudine: viene misurata in gradi sessadecimali ed indica la longitu-
dine del veicolo rilevata durante l'ultima acquisizione dei dati.
• Velocità: viene misurata in metri al secondo ed indica la velocità del
veicolo rilevata durante l'ultima acquisizione dei dati.
• Direzione: viene misurata in gradi decimali ed indica l'angolo della
direzione rispetto al Nord rilevato durante l'ultima acquisizione dei dati.
• Tempo: viene misurato in secondi ed indica il tempo corrente rilevato
durante l'ultima acquisizione dei dati.
Dato che il dispositivo GPS aggiorna i dati ogni secondo, circa dieci letture
risulteranno essere uguali.
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Il thread di invio ha il compito di costruire ad hoc il pacchetto da inviare
sulla rete ad intervalli regolari. Le informazioni utili da propagare nella rete
saranno l'insieme dei dati letti dal dispositivo GPS e l'ID unico del pacchetto
generato, valore ad ogni invio sempre crescente. Ogni pacchetto inviato conter-
rà oltre ai dati del veicolo mittente, anche le informazioni aggiornate di tutti gli
altri veicoli, concorrendo così alla conoscenza cooperativa ed alla propagazione
multihop dell'informazione. Il thread di ricezione è completamente speculare
a quello di invio e ha il compito di eﬀettuare il parsing del pacchetto, andando
ad aggiornare eventualmente le informazioni degli altri veicoli sulla base di un
confronto dell'ID dell'ultimo pacchetto ricevuto.
4.2 Il programma di Post-Processing
Il programma di Post-Processing costituisce una parte fondamentale di
questa tesi, poiché si occupa di analizzare i ﬁle di log, generati da uno stes-
so espirimento, e di restituire dei report speciﬁci a seconda delle misure da
calcolare. E' necessario dare una descrizione del lavoro svolto da questo pro-
gramma, per capire come sia delicato gestire una così enorme mole di dati. E'
stato scritto nel linguaggio C.
Bisogna partire dal presupposto che per poter trarre conclusioni su possibili
comportamenti dell'ambiente veicolare, è fondamentale che i dati raccolti nei
ﬁle di log, siano ripuliti dalle inconsistenze generate da un'incorretta lettura
dei dati dal ricevitore GPS, dovuta magari ad una perdita di collegamento
con i satelliti. Per questo motivo è necessario deﬁnire il concetto di posizione
valida, la quale al tempo t deve soddisfare i seguenti requisiti:
(i). deve essere aggiornata rispetto alla lettura al tempo t - 1;
(ii). la distanza tra le posiziona del veicoli al tempo t e t − 1 deve essere
compatibile con la la velocità letta col GPS, ad esempio
d(t− 1, t) ≤ 1.5 · vmax
dove d(t − 1, t) è la distanza tra la posizioni del veicolo al tempo t e al
tempo t− 1 e vmax è la velocità maggiore letta ai due tempi.
Il lavoro di pulizia delle posizioni non valide, richiede però a monte un'ope-
razione di allineamento temporale dell'insieme delle tracce generate dai veicoli.
Quest'operazione si basa sul tempo letto dal GPS, che nonostante sia accurato
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solo al secondo (in autostrada i veicoli viaggiano oltre i 30m al secondo), viene
letto dall'applicazione di beaconing ogni 100ms, garantendo così una precisione
al decimo di secondo, valore suﬃciente per questi esperimenti. In particolare
l'allineamento delle tracce di trasmissione ci permette di calcolare la distanza
dei veicoli durante il viaggio. Dopo aver quindi allineato temporalmente le
tracce dei veicoli, è possibile identiﬁcare dei segmenti di ﬁle validi, cioè che
contengono al loro interno dati consistenti di una lunghezza minima temporale
di 30s. In questo modo siamo sicuri che in quella porzione di strada è possibile
stabilire con certezza la posizione dei veicoli.
Commentiamo ora alcune parti importanti del programma di post-processing
riguardanti l'identiﬁcazione delle posizioni valide, il calcolo del valore di PIR
e la formazione dei bin per tutti i valori di PIR ottenuti. Partiamo col dire
che il programma viene eseguito su una coppia di veicoli A e B, passando co-
me parametri i due ﬁle di log di A, il ﬁle di log di invio di B, la modalità di
processing (singlehop o multihop) e la dimensione dei bin relativi alla distanza
tra i due veicoli. Inizialmente vengono aperti i ﬁle di log di invio di A e di B
e memorizzati in due array. Successivamente si identiﬁcano il tempo minimo
e massimo comune, utile per l'allineamento delle tracce, e si stampano alcune
statistiche come il tempo totale comune e il numero di pacchetti inviati. Segue
la parte di identiﬁcazione delle posizioni valide come mostrato nel listato 4.7,
in cui se la posizione soddisfa la condizione di validità, viene considerata come
buona attraverso l'utilizzo di un array di booleani.
// questa funz ione , data una t r a c c i a D lunga Len
// determina qua l i sono i record che sembrano v a l i d i
// e memorizza un f l a g co r r i spondente in Flg ( s e t t a t o
// i n i z i a lmen t e a zero con l a c a l l o c )
void F i l l ( sData ∗D, i n t Len , unsigned char ∗Flg ) {
i n t k=0;
unsigned long CurrT ;
// avanzo ne l tempo f i n o a l primo momento
// in cu i l e t r a c c e sono sovrapposte
whi l e (k<Len && D[ k ] . T<Tmin) k++;
//tempo co r r en t e
CurrT = D[ k ] .T;
// r i p e t o per t u t t i i r ecord contenut i
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// ne l tempo comune a l l e due t r a c c e (Tmin<=T<Tmax)
f o r ( k ; k<Len && D[ k ] . T<Tmax; k++){
// se i l tempo l e t t o e ' minore o uguale a
// que l l o co r r en t e qua lcosa non va , qu ind i proseguo
i f (D[ k ] . T<=CurrT) cont inue ;
// se sono qui i l tempo D[ k ] .T e ' maggiore de l
// ult imo D[ k−1] .T = CurrT cons id e ra to
// Se i l s a l t o e ' d i 1 secondo i l recordo promette bene , l o
ana l i z z o
i f (D[ k ] .T==CurrT+1){
// Qui ho r i s c o n t r a t o un s a l t o d i tempo
// provo a c a l c o l a r e l a d i s tanza t ra l e p o s i z i o n i
double d , v ;
// d i s tanza t ra p o s i z i o n i
d = ArcDist(&D[ k ] . pos ,&D[ k−1] . pos ) ;
// v e l o c i t a ' massima
v = MAX(D[ k ] . pos . ve l , D[ k−1] . pos . v e l ) ;
v = MAX(5 . 0 , 1 . 5 ∗ v ) ;
// se l a d i s tanza perco r sa e ' compat ib i l e
// con l a v e l o c i t a ' r i s c on t r a t a , a l l o r a




// in ogni caso ( s a l t o d i 1 o piu ' s e cond i )
// mi segno l ' u lt imo tempo l e t t o
CurrT=D[ k ] .T;
}
}
Listing 4.7: Identiﬁcazione delle posizioni valide
L'operazione viene svolta su ambedue gli array e sulla base di questi eﬀe-
tuiamo l'operazione di allineamento identiﬁcando i frammenti comuni alle due
tracce, col vincolo che i frammenti siano lunghi almeno 30s. Successivamente
apriamo il ﬁle di log di ricezione di A e andiamo a segnare come ricevuti i
pacchetti inviati presenti nell'array di invio di B. A seconda della modalità
di processing è possibile includere i pacchetti ricevuti non direttamente dal
veicolo B, grazie alla presenza del campo che identiﬁca il veicolo mittente del
messaggio, come mostrato nella parte sulla generazione del ﬁle di log.
A questo punto è possibile determinare la quantità di pacchetti ricevuti sia
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in termini di percentuale rispetto al totale inviati che in funzione della distanza
tra i due veicoli. Il primo valore viene calcolato come rapporto tra la quantità
di pacchetti ricevuti su il totale dei pacchetti inviati. Il secondo invece utilizza
dei bin delle dimensioni passate come parametro del programma: a questo
punto per ogni pacchetto ricevuto ad una certa distanza x, verrà incrementato
il contatore relativo al bin che contiene questa distanza. Nel calcolare inﬁne
i valori di PIR prendiamo l'array dei segmenti buoni, e per ciascun segmento
da utilizzare, ad ogni istante di tempo, controlliamo se il pacchetto è stato
ricevuto entro una certa distanza e in caso positivo si calcola la diﬀerenza tra
l'ultimo pacchetto ricevuto e l'attuale. Tutti i valori risultanti vengono scritti
in un ﬁle passato poi alla funzione pirbin che forma dei bin con intervallo
passato come parametro. Nei risultati mostrati in seguito, l'intervallo è stato
impostato a 100ms e tutti i valori di PIR superiori a 10s sono stati inglobati
in un unico bin.
// funz ione per i l c a l c o l o de l tempo di PIR
void PIR( double Cr i tDist , char ∗ f i l eOu t ) {
i n t k ;
FILE ∗ f ;
// apro i l f i l e dove s c r i v e r o ' t u t t i i tempi
f = fopen ( f i l eOut , "w" ) ;
i f ( ! f ) {
f p r i n t f ( s tde r r , " impo s s i b i l e ap r i r e i l f i l e [%s ] \ n" ,
f i l eOu t ) ;
e x i t (1 ) ;
}
// c i c l o su t u t t i i frammenti che sono s t a t i
// s e l e z i o n a t i
i n t r ec = 0 , to t = 0 ;
f o r ( k=0; k<nFram ; k++)
i f (Frams [ k ] . usa ) {
rec += Frams [ k ] . nRec ;
to t += Frams [ k ] . nTot ;
i n t j , ia1 , i z 1 ;
// non ho ancora v i s t o una r i c e z i o n e
i n t Seen=NO;
// contato re messaggi che i n t e r c o r r ono
// t ra due r i c e z i o n i
i n t f i r s t = 1 , l a s tRec = 0 ;
i n t Pir ;
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// tempo di i n i z i o e f i n e de l frammento
ia1=Frams [ k ] . i a1 ;
i z 1=Frams [ k ] . i z 1 ;
// c i c l o su t u t t i g l i i s t a n t i de l frammento
f o r ( j=ia1 ; j<=i z 1 ; j++){
double d ;
i n t b ;
// se l e due macchine sono ad una
// d i s tanza maggiore d e l l a s o g l i a c r i t i c a
// assumo che i l dato non s i a s i g n i f i c a t i v o ,
// qu ind i mi metto n e l l a cond i z i one d i non
// aver ancora v i s t o una r i c e z i o n e e cont inuo
i f ( Snd1 [ j ] . d i s t > Cr i tD i s t | | ! Snd1 [ j ] . r e c e i v ed )
cont inue ;
i f ( f i r s t ) {
f i r s t = 0 ;
l a s tRec = j ;
}
e l s e {
Pir = Snd1 [ j ] . timeStamp − Snd1 [ l a s tRec ] . timeStamp ;
f p r i n t f ( f , "%d\n" , Pir ) ;




p r i n t f ( "Rec %d / %d\n" , rec , t o t ) ;
// chiudo i l f i l e de i p i r
f c l o s e ( f ) ;
}
Listing 4.8: Calcolo dei valori di PIR
// funz ione per l a c r ea z i one d i bin d i d imens ion i s i z e
void p i rb i n ( i n t n , i n t s i z e , char ∗ f i l e [ ] ) {
i n t rv , k ;
i n t bin [ 1 0 006 ] , binM [ 1 0 0 0 6 ] ;
char F i l eP i r [ 8 0 ] , FileWPir [ 8 0 ] , FileMPir [ 8 0 ] ;
s t r cpy ( F i l eP i r , " . / " ) ;
s t r c a t ( F i l eP i r , f i l e [ 1 ] ) ;
FILE ∗fM ;
// c o n t r o l l o se sono ne l caso s ing l ehop o multihop
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i f (n > 3) {
s t r cpy ( FileMPir , " . / " ) ;
s t r c a t ( FileMPir , f i l e [ 2 ] ) ;
fM = fopen ( FileMPir , " r " ) ;
}
FILE ∗ f ;
f = fopen ( F i l eP i r , " r " ) ;
s t r cpy ( FileWPir , " . / Pir . txt " ) ;
FILE ∗ fw ;
fw = fopen ( FileWPir , "w" ) ;
f o r ( k = 0 ; k < 10006; k++){
bin [ k ] = 0 ;
binM [ k ] = 0 ;
}
whi l e ( f s c a n f ( f , "%d" , &rv ) == 1) {
i f ( rv >= 10000)
bin [10000]++;
e l s e
bin [ rv ]++;
}
// se sono ne l caso multihop c o n t r o l l o anche i l secondo f i l e
i f (n > 3)
whi l e ( f s c a n f (fM , "%d" , &rv ) == 1) {
i f ( rv >= 10000)
binM[10000]++;
e l s e
binM [ rv ]++;
}
i n t i , j , countS , countM , mediaS = 0 , mediaM = 0 , totS = 0 , totM
= 0 ;
f o r ( i = 0 ; i < 10000 ; i++){
mediaS += bin [ i ] ∗ i ;
mediaM += binM [ i ] ∗ i ;
totS += bin [ i ] ;
totM += binM [ i ] ;
}
p r i n t f ( "Media S ing lehop : %d\n" , mediaS/ totS ) ;
i f (n > 3)
p r i n t f ( "Media Multihop : %d\n" , mediaM/totM) ;
f o r ( i = 0 ; i < 10000/ s i z e ; i++){
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countS = 0 ;
countM = 0 ;
f o r ( j = ( i ∗ s i z e )+6; j <= ( i +1)∗ s i z e +5; j++){
countS+=bin [ j ] ;
countM+=binM [ j ] ;
}
//stampo ne l f i l e
f p r i n t f ( fw , "%d %d %d\n" , ( i +1)∗ s i z e , countS , countM) ;
}
f c l o s e ( f ) ;
i f (n > 3)
f c l o s e (fM) ;
f c l o s e ( fw ) ;
}
Listing 4.9: Costruzione bin relativi ai valori di PIR ottenuti
L'esecuzione del programma prevede quindi due fasi: nella prima si com-
piono le operazioni sopra descritte, mostrando per ogni sotto-traccia alcune
informazioni, come ad esempio la lunghezza e la quantità di pacchetti inviati
e ricevuti in relazione della distanza dei veicoli ﬁno ad un massimo di 200m.
Questi primi valori calcolati ed associati alle sotto-tracce, sono molto impor-
tanti perché permettono di escludere ulteriormente dall'analisi ﬁnale situazioni
particolari, come ad esempio casi in cui i veicoli si sono fermati. La seconda
fase prevede la scelta dei segmenti idonei e la conseguente generazione di una
serie di ﬁle di output contenenti i valori per redigere i report ﬁnali.
Capitolo 5
I risultati generali
In questo capitolo verranno descritti i risultati generali ottenuti dall'aggre-
gazione totale dei dati. Dopo aver mostrato alcuni informazioni principali sui
dati raccolti, verranno presentati tabelle e graﬁci relativi alle misure discusse
nel capitolo precedente.
5.1 La raccolta dei dati
Le misurazioni sono state svolte durante il mese di Marzo 2012. Hanno
previsto tre viaggi da Pisa a Lucca passando da Firenze (ﬁgura 5.1), ciascun
viaggio lungo circa 150 Km. In totale sono stati percorsi circa 450 km, prin-
cipalmente sulla superstrada FI.PI.LI. e sull'autostrada A11. La fase di post-
proccesing ha operato una sostanziale scrematura di dati incorretti, lasciando
circa 230 km per le operazioni di analisi.
Figura 5.1: Mappa del tragitto Pisa, Firenze, Lucca (150 Km)
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Ogni auto ha trasmesso nell'arco dei tre giorni circa 145000 pacchetti, circa
435000 pacchetti spediti in totale, per una dimensione totale del ﬁle di Log
di circa 22 MB. In ricezione la quantità di dati ricevuta ha variato per ogni
veicolo, a seconda delle condizioni stradali che ha dovuto aﬀrontare. I valori
risultanti hanno comunque mostrato un numero di pacchetti ricevuti variante
tra un minimo di 115000 ad un massimo di 190000 pacchetti, circa 500000
pacchetti ricevuti in totale, con dimensioni dei ﬁle di log comprese tra i 19 MB
e i 30 MB.
Ai ﬁni dell'espirimento, è importante sottolineare che le auto in ogni viaggio
sono rimaste sempre nella conﬁgurazione inziale senza superarsi. Per semplicità
utilizzeremo degli ID (0,1,2), i soliti utilizzati nell'applicazione, per identiﬁcare
i veicoli nell'ordine del senso di marcia.
5.2 I tipi di report
Tutte le misure verranno presentate di seguito con l'ausilio di tabelle e
graﬁci. Vediamo in dettaglio ciascuno di essi:
• tabella relativa al PDR: esprime la percentuale di pacchetti ricevuti per
ogni link di comunicazione. Ogni link è rappresentato nella forma x− >
y, dove x è l'ID del veicolo trasmittente e y quello ricevente. Le colonne
presenti mostrano la valutazione del PDR nel caso singlehop e multihop
(quest'ultimo solo nei link interessanti i veicoli 0 e 2). E' inﬁne mostrata
la distanza massima a cui i due veicoli sono stati in grado di comunicare.
• graﬁco relativo al PDR vs Distance: sull'asse delle ascisse abbiamo i
valori della distanza espressi in metri, mentre sulle ordinate la percen-
tuale di ricezione. Per ottenere questo graﬁco sono stati raggruppati i
pacchetti ricevuti per classi di distanza con intervallo di 10 metri. Il com-
portamento che ci si può aspettare è una diminuzione della percentuale
di ricezione, all'aumentare della distanza. Per ogni coppia di veicoli, è
presente solo il graﬁco relativo al link nel senso di marcia
• graﬁco relativo al PIR ccdf : rappresenta il complementare della funzione
di ripartizione della variabile relativa al PIR (in inglese complementary
cumulative distribution function (ccdf)). Si calcola come P (PIR > k)
e misura per ogni k > 0, la probabilità che l'intervallo di ricezione sia
maggiore di k millisecondi. E' stimata sulla base dei valori di PIR mi-
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surati negli esperimenti. Sull'asse delle ascisse ci sono i valori del tempo
in millisecondi mentre sulle ordinate la ccdf.
• tabella relativa al PIR average: rappresenta per ogni link la media,
espressa in millisecondi, di tutti i valori di PIR ottenuti. Sono presenti
solo i link relativi al senso di marcia.
• tabella relativa al PIR BlackOut : mostra la probabilità che vi sia un
evento di balckout, cioè assenza di informazione aggiornata relativa ad
un veicolo speciﬁco per più di 1 secondo. Anche in questo caso sono
presenti solo i link relatvi al senso di marcia.
Per ogni graﬁco o tabella verranno riportati commenti sull'esito delle mi-
surazioni, aggiungendo un parametro di confronto con gli esperimenti passati.
Inoltre indichiremo con link LOS quelli tra i veicoli 0-1 e 1-2 (cioè i link senza
un veicolo nel mezzo), mentre con link NLOS quello tra i veicoli 0-2.
5.3 L'analisi dei risultati
L'ordine con cui verrano mostrati i risultati è il solito seguito nella fase di
analisi, in quanto il calcolo di alcune misure è dipendente dal risultato di altre.
Partiamo quindi col riportare i valori di PDR per ogni link.
PDR in %
Link Singlehop Multihop Max T.r. (m)
0 -> 2 29,69 57,40 290,5
2 -> 0 77,58 88,68 399
0 -> 1 70,39  222,5
1 -> 0 86,47  333,3
1 -> 2 68,78  159
2 -> 1 85,53  142,29
Tabella 5.1: Tabella coi valori di PDR per ogni link
Packet Delivery Rate (PDR)
La tabella 5.1 ci fa notare come l'utilizzo della comunicazione multihop
ci permetta di incrementare la quantità di pacchetti ricevuti, con valori di
incremento compresi tra 10 e 30 punti percentuali. Per quanto riguarda i valori
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dei link singlehop diretti, sono conformi con quanto risultato precedentemente
[6]. Da notare la presenza di asimettria nel canale comunicativo: infatti nella
comunicazione opposta al senso di marcia è stata misurata una migliore qualità
di ricezione. L'individuazione delle possibili cause di questo comportamento
asimettrico del canale, non sono state oggetto di studio in questa tesi in quanto
richiederebbero ulteriori esperimenti speciﬁci. In ogni caso, è possibile pensare
che sia frutto di condizioni legate alla struttura ﬁsica dell'auto o a situazioni
stradali e ambientali particolari.
PDR vs. Distance
Proseguiamo ora prendendo in considerazione il PDR in funzione della di-
stanza. Questo risultato è molto importante perchè possiamo individuare un
range di trasmissione entro il quale possiamo denotare la comunicazione come
aﬃdabile. L'identiﬁcazione di un possibile limite espresso in termini di distan-
za calcolata in metri, ci permette di escludere dalle analisi successive porzioni
di log che contribuirebbero in modo negativo al calcolo delle altre misure. Pen-
siamo ad esempio ad una situazione in cui due veicoli si trovano per parecchi
minuti ad una certa distanza k e tra di loro vi siano altre autovetture o mezzi
pesanti. E' chiaro che in questa condizione particolare, ha poco senso includere
dati che sappiamo essere frutto di uno scenario stradale complesso rispetto alla
situazione in cui le due auto sono situate a breve distanza.
Le ﬁgure 5.2 e 5.3, relative ai link LOS, mostrano come all'aumentare della
distanza ci sia una diminuzione di ricezione, ma sempre comunque entro buoni
valori. Considerando che situazioni critiche sono al di sotto del 20% del PDR,
possiamo quindi escludere l'introduzione di un limite sulla distanza. Fare un
raﬀronto con i precedenti risultati è un'operazione poco signiﬁcativa, in quanto
la situazione stradale in cui si trovavano i veicoli, era sicuramente diﬀerente.
La presenza di un range di trasmissione posto a 160m, non deve quindi indurre
a pensare a risultati discordi, per i motivi sopra esposti.
La ﬁgura 5.4 ci mostra invece quanto sia importante l'apporto della co-
municazione multihop: seppur non elevato si attesta su valori intorno al 10%,
all'incirca un pacchetto in più ogni dieci. Rispetto alle due precedenti ﬁgure
si nota come la qualità comunicativa cominci a peggiorare già a distanze più
ravvicinate, per poi essere inadeguata oltre i 150m, sia nel caso singlehop che
multihop. Questo è chiaramente una conseguenza delle diverse condizioni del
canale radio fra 0 e 2, ed in particolare all'assenza di LOS (condizione NLOS).
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Figura 5.2: PDR in funzione della distanza tra i veicoli 0 e 1
Figura 5.3: PDR in funzione della distanza tra i veicoli 1 e 2
Figura 5.4: PDR in funzione della distanza tra i veicoli 0 e 2
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Figura 5.5: PIR ccdf tra i veicoli 0 e 1 (gli assi sono in scala logaritmica)
Figura 5.6: PIR ccdf tra i veicoli 1 e 2 (gli assi sono in scala logaritmica)
Figura 5.7: PIR ccdf tra i veicoli 0 e 2 (gli assi sono in scala logaritmica)
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PIR time
Vediamo ora i risultati ottenuti nel calcolo del PIR, tenendo conto che per
i link LOS non è stato deﬁnito un range di trasmissione massimo, sulla base di
quanto emerso dai graﬁci 5.2 e 5.3, permettendo a tutti i dati di contribuire a
quest'analisi. Le distribuzioni del tempo di PIR nei link LOS, sono riportate
nelle ﬁgure 5.5 e 5.7. Le due distribuzioni sono altamente concentrate nel
primo termine: infatti l'evento (PIR = 1) ha una frequenza di 0.8928 per i
veicoli 0 e 1, e 0.8583 per i veicoli 1 e 2, confermando quanto già misurato in
precedenza (0.9277) [6]. I rimanenti valori di probabilità sono ben distribuiti
sui i termini più grandi: questo comportamento, lineare nella scala log-log,
permette di rappresentare il PIR ccdf anche attraverso una power law. Infatti,
le seguenti power laws si adattano perfettamente ai nostri esperimenti:
P (PIR > k) = 0.1 · ( 1
k
)1.28 per i veicoli 0 e 1,
e
P (PIR > k) = 0.16 · ( 1
k
)1.3 per i veicoli 1 e 2.
Nel calcolare i tempi di PIR nel link NLOS è stato importante speciﬁcare
diversamente il concetto di range massimo di trasmissione. Nel caso singlehop,
è stato adottato quello deﬁnito sopra eliminando quindi tutti i dati ricevuti
oltre i 150m (valore risultante dal graﬁco 5.4). Nel caso multihop invece,
deﬁnendo con Tr0−1 e Tr1−2 il range massimo di trasmissione rispettivamente
tra i veicoli 0-1 e 1-2, e con d(0, 1, t), d(1, 2, t) la distanza tra i veicoli ad ogni
istante di tempo t, abbiamo concluso che:
∀t, T r0−2,t = d(0, 1, t) + d(1, 2, t) sse d(0, 1, t) ≤ Tr0−1 e d(1, 2, t) ≤ Tr1−2
Poiché sia Tr0−1 che Tr1−2 non sono stati deﬁniti, non è stato necessa-
rio eliminare alcun dato per il calcolo globale del PIR multihop. La ﬁgura
5.7 denota una diminuzione della concentrazione della distribuzione sul pri-
mo termine: l'evento (PIR = 1) ha infatti una frequenza di 0.69867 nel caso
singlehop, e 0.70358 nel caso multihop. In questo graﬁco è visibile l'impat-
to della comunicazione multihop: infatti la curva relativa al multihop, ha lo
stesso comportamento di quella delle curve nei graﬁci dei link LOS. Invece
la curva singlehop risente della condizione comunicativa NLOS, distribuendo
il resto delle probabilità principalmente non sui termini più grandi. Queste
considerazione sono maggiormente raﬀorzate dai risultati che seguiranno, che
mostreranno la media dei PIR e la probabilità di blackout.
Mostriamo inﬁne le power laws che si adattano al caso singlehop e multihop:
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P (PIR > k) = 0.3 · ( 1
k
)0.99 per il caso singlehop,
e
P (PIR > k) = 0.29 · ( 1
k
)1.45 per il caso multihop.
PIR Average e PIR Blackout
Concludiamo la nostra analisi aggregata, con due importanti metriche: il
PIR Average e il PIR Blackout, mostrate rispettivamente nelle tabelle 5.2 e
5.3. In questo caso si tratta di procedere con il confronto dei valori ottenuti
con quelli ottenuti nei risultati precedenti [6]. In particolare era emerso un
valore di 126.29 ms per la media e 0.006 per il blackout. Osservando le tabelle,
vediamo come i link LOS si mantengono sugli stessi valori, andando a confer-
mare quanto misurato in precedenza. Per quanto riguarda il link NLOS, anche
in questi risultati è possibile notare come sia fondamentale il beneﬁcio appor-
tato dalla comunicazione multihop, permettendo di avvicinare i valori dei link
LOS. Infatti considerando un blackout come una bernoulliana con probabilità
di successo 0.033 nel caso singlehop e 0.011 nel caso multihop, e assumendo
l'indipendenza dei blackouts, abbiamo che i blackouts occorrono in media ogni
1/0.033 e 1/0.011 campioni, cioè ogni 4 e 12.5 secondi.
PIR Average (ms)
Link Singlehop Multihop
0 -> 2 234 163
0 -> 1 129 
1 -> 2 143 
Tabella 5.2: Tabella coi valori medi di PIR per ogni link espressi in millisecondi
PIR Blackout
Link Singlehop Multihop
0 -> 2 0.033 0.011
0 -> 1 0.005 
1 -> 2 0.008 
Tabella 5.3: Tabella con le probabilità di blackout (≥ 10)
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5.4 Conclusioni
Secondo i risultati esposti possiamo concludere aﬀermando quanto sia im-
portante, nelle applicazioni di sicurezza attiva basate su beaconing, la possibili-
tà di propagare le informazioni tra più veicoli in modalità multihop. Attraverso
questo processo infatti, si riducono sensibilmente situazioni di pericolo dovute
ad assenza di informazioni aggiornate su altri veicoli, posti in NLOS, per più di
qualche secondo. Inoltre lo studio ci ha permesso di dare una caratterizzazione
al modello L/N, evidenziando un degrado della qualità comunicativa nel caso
di veicoli con assenza di LOS (condizione NLOS).
Capitolo 6
Le analisi nel dettaglio
In questo capitolo verranno presentati nel dettaglio i dati ottenuti, mo-
strandoli in funzione dei modelli discussi nei capitoli precedenti. Nella prima
sezione analizzeremo i valori misurati nei tre singoli viaggi: saranno confrontati
i risultati relativi al canale dei veicoli 0-2, ponendo l'attenzione sulle diﬀerenze
tra la comunicazione singlehop e multihop in funzione del veicolo alto. Nella
sezione successiva invece i dati saranno presentati a coppie di veicoli in funzione
della loro altezza e delle condizioni L/N.
6.1 Confronto tra i report dei tre viaggi
I dati raccolti in ciascun viaggio, oltre ad essere stati aggregati per le analisi
del capitolo precedente, sono stati post-processati anche singolarmente. Questo
perché ci permette di dare una caratterizzazione più speciﬁca in base alla
conﬁgurazione delle auto utilizzate. L'analisi procederà quindi mostrando per
ogni viaggio i tipi di veicoli utilizzati e il loro ordine di marcia, puntando
l'attenzione sulla posizione del veicolo alto. Sulla base di questa considerazione,
verranno poi rappresentati graﬁci e tabelle sulle stesse metriche calcolate nel
capitolo precedente, mettendo in evidenza come i risultati possano variare a
seconda della conﬁgurazione delle tre auto.
Nelle ﬁgure 6.1, 6.2 e 6.3 sono mostrate le conﬁgurazione delle auto in que-
sto viaggio. In ogni report le auto sono identiﬁcathe da un numero (da 0 a
2): è possibile notare inoltre come nelle tre misurazioni l'auto alta è stata spo-
stata nella conﬁgurazione iniziale, assumendo tutte e tre le posizioni possibili.
Questo appunto per capire il comportamento della comunicazione a seconda
della posizione di essa.
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Figura 6.1: Conﬁgurazione veicoli nel primo report
Figura 6.2: Conﬁgurazione veicoli nel secondo report
Figura 6.3: Conﬁgurazione veicoli nel terzo report
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PDR
Cominciamo col confrontare i valori relativi al PDR mostrati nelle tabelle
6.1, 6.2 e 6.3. L'analisi ci mostra come in tutti e tre i casi vi siano situazioni
di asimmetria del canale: nella direzione opposta al senso di marcia infatti
la qualità comunicativa è stata migliore. Per quanto riguarda l'inﬂuenza del
veicolo alto possiamo osservare innanzi tutto che rispetto ai veicoli bassi, quan-
do è stato posizionato nel mezzo si è mostrato un ostacolo maggiore facendo
peggiorare il PDR ﬁno al 10%. Quando invece è stato posizionato in testa e
in coda la qualità comunicativa è migliorata evidenziando però una partico-
larità, confermata poi nei risultati mostrati nella sezione successiva: il canale
con il veicolo alto in ricezione dimostra migliori qualità rispetto all'opposto.
Un'ultima analisi la facciamo sulla distanza massima a cui due veicoli han-
no comunicato: in tutti e tre report i valori si attestano intorno ai 200-300
metri, valore ben distante dalle distanze massime di comunicazione nominali
garantite dai laboratori NEC, sviluppatori delle LinkBird-MX.
PDR in %
Link Singlehop Multihop Max T.r. (m)
0 -> 2 25,99 72,84 177
2 -> 0 90,42 96,61 285,4
Tabella 6.1: Tabella coi valori di PDR per il link 0-2 del primo viaggio
PDR in %
Link Singlehop Multihop Max T.r. (m)
0 -> 2 10,52 42,72 204,2
2 -> 0 81,69 94,87 237
Tabella 6.2: Tabella coi valori di PDR per il link 0-2 del secondo viaggio
PDR in %
Link Singlehop Multihop Max T.r. (m)
0 -> 2 54,71 64,52 290,5
2 -> 0 66,72 78,28 399
Tabella 6.3: Tabella coi valori di PDR per il link 0-2 del terzo viaggio
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PDR vs Distance
I graﬁci del PDR (ﬁgure 6.4, 6.5 e 6.6) in funzione della distanza conferma-
no quanto evidenziato nei commenti sul PDR nel paragrafo precedente. Nei
report 1 e 2, si nota come l'introduzione del multihop incrementi la qualità
comunicativa con valori oltre il 30%. Nel report 3 invece la diﬀerenza tra
comunicazione singlehop e multihop non è signiﬁcativa, frutto probabilmente
della presenza del veicolo alto come mezzo posto in ricezione nel canale. Negli
altri due report invece si trova in un caso al centro, operando da ostacolo, e
nell'altro in testa quindi come mezzo in invio nella conﬁgurazione del canale.
Anche in questo caso sono state fatte, per le analisi successive, tutte le
considerazioni per individuare un range di trasmissione entro il quale possiamo
denotare la comunicazione come aﬃdabile. In tutti e tre i casi la soglia è stata
posta a 150m per la comunicazione multihop, mentre nell'ordine a 70m, 50m,
150m per la comunicazione singlehop.
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Figura 6.4: PDR in funzione della distanza tra i veicoli 0 e 2
Figura 6.5: PDR in funzione della distanza tra i veicoli 0 e 2
Figura 6.6: PDR in funzione della distanza tra i veicoli 0 e 2
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PIR
Vediamo ora i risultati ottenuti nel calcolo del PIR, mostrati nelle ﬁgure 6.7,
6.8, e 6.9. Analizziamo prima di tutto i valori relativi all'evento (PIR = 1), nel
singlehop e nel multihop: la frequenza è 0.57372 e 0.7389 nel report 1, 0.60267
e 0.61332 nel report 2, 0.74788 e 0.75993 nel report 3. Rispetto a quanto
evidenziato nei link LOS nel capitolo precedente, abbiamo una diminuzione
della concentrazione della distribuzione sul primo termine. Però ancora una
volta grazie alla comunicazione multihop, la curva ha lo stesso comportamento
dei link LOS, riuscendo a distribuire il resto delle probabilità sui termini più
grandi a diﬀerenza della curva singlehop.
Anche in questo caso, dato il comportamento lineare nella scala log-log,
abbiamo cercato di darne unna rappresentazione dei PIR ccdf attraverso del-
le power laws. E' però possibile vedere che il ﬁtting è meno soddisfacente
sopratutto nel Report 3 (ﬁgura6.9).
Per il report 1:
P (PIR > k) = 0.42 · ( 1
k
)0.9 per il caso singlehop,
e
P (PIR > k) = 0.26 · ( 1
k
)1.6 per il caso multihop.
Per il report 2:
P (PIR > k) = 0.39 · ( 1
k
)0.6 per il caso singlehop,
e
P (PIR > k) = 0.38 · ( 1
k
)1.25 per il caso multihop.
Per il report 3:
P (PIR > k) = 0.25 · ( 1
k
)1.25 per il caso singlehop,
e
P (PIR > k) = 0.24 · ( 1
k
)1.75 per il caso multihop.
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Figura 6.7: PIR ccdf nel report 1 (gli assi sono in scala logaritmica)
Figura 6.8: PIR ccdf nel report 2 (gli assi sono in scala logaritmica)
Figura 6.9: PIR ccdf nel report 3 (gli assi sono in scala logaritmica)
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PIR Average e PIR Blackout
Concludiamo la nostra analisi sulle singole tracce, con le metriche del PIR
Average e PIR Blackout mostrate nelle tabelle 6.4 e 6.5. Trattandosi di un
link NLOS, è possibile notare come sia fondamentale il beneﬁcio apportato
dalla comunicazione multihop, permettendo di avvicinare i valori dei link LOS,












Tabella 6.5: Tabella con le probabilità di blackout per il link 0-2 nei tre report
6.2 Confronto L/N sull'altezza dei veicoli
Nei dati che verranno presentati in questa sezione, sono stati considerati
tutti i link diretti tra diverse coppie di veicoli in relazione alla loro altezza.
Per ciascun link riporteremo l'analisi secondo il modello L/N mostrando come
eﬀettivamente varia la qualità della comunicazione in funzione della visibilità
e dell'altezza. Data la presenza di un solo veicolo alto, avremmo tre tipi di link
diretti: alto-basso, basso-alto e basso-basso, ciascuno considerato nel senso di
marcia. I valori sono ottenuti mediante l'aggregazione dei dati, per tipo di
link, misurati nei tre report.
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PDR
La tabella 6.6 mostra come il canale basso-alto sia il migliore rispetto agli
altri due, confermando quanto sottolineato nelle analisi nei paragraﬁ prece-
denti. Questo risultato apre le porte sicuramente a studi futuri, perché se da
un lato è possibile aspettarsi migliori performance data la posizione più alta
dell'antenna, dall'altro invece risulta diﬃcile con i dati raccolti, comprendere il
perché nel link opposto (alto-basso) si veriﬁchi una così sostanziale asimettria.
Per quanto riguarda invece le diﬀerenze in condizione L/N, possiamo vedere
un miglioramente di circa il 30%; inoltre nei casi in cui il veicolo basso si trova
in ricezione, vediamo come in LOS la percentuale di ricezione sia intorno al
55%, mentre il NLOS varia a seconda dell'altezza veicolo mittente ottenendo
migliori risultati quando quest'ultimo è il veicolo alto.
PDR in %
Link LOS NLOS
Alto -> Basso 55,64 25,99
Basso -> Alto 88,43 54,71
Basso -> Basso 55,08 10,52
Tabella 6.6: Tabella con i valori di PDR nelle coppie di veicoli distinti per
altezza
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Figura 6.10: PIR ccdf nel link alto-basso (gli assi sono in scala logaritmica)
Figura 6.11: PIR ccdf nel link basso-alto (gli assi sono in scala logaritmica)
Figura 6.12: PIR ccdf nel link basso-basso (gli assi sono in scala logaritmica)
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PIR
Vediamo ora i risultati del PIR mostrati nelle ﬁgure 6.10, 6.11 e 6.12.
Questi sono in linea con le percentuali di PDR mostrate nelle tabelle prece-
denti. Infatti se consideriamo l'evento (PIR = 1) otteniamo i valori per LOS
e NLOS rispetttivamente di 0.81527 e 0.57352 nel link alto-basso, 0.92645 e
0.75993 nel link basso-alto, 0.81126 e 0.60267 nel link basso-basso. Anche in
questo caso osserviamo come la distribuzioni delle probabilità nel caso LOS sia
principalmente concentrata nel primo termine e il resto nei termini successivi.
Addirittura nel caso del link basso-alto la curva assume un comportamento
diverso, subendo una rapida decrescita già sui primi termini, conformandosi
con tutte le altre considerazioni su questo tipo di link. Nel caso NLOS invece
la distribuzione delle probabilità è simile a quella osservata nel link singlehop
0-2 nel capitolo precedente, quindi non quasi totalmente distribuita sui primi
termini.
Mostriamo inﬁne le power laws le quali riescono avere un miglior ﬁtting ri-
spetto alla sezione precedente, anche se alcune, specialmente per il caso NLOS,
non sono proprio perfette.
Per il link alto-basso:
P (PIR > k) = 0.18 · ( 1
k
)1.2 per il caso LOS,
e
P (PIR > k) = 0.42 · ( 1
k
)1 per il caso NLOS.
Per il link basso-alto:
P (PIR > k) = 0.07 · ( 1
k
)2.9 per il caso LOS,
e
P (PIR > k) = 0.24 · ( 1
k
)1.4 per il caso NLOS.
Per il link basso-basso:
P (PIR > k) = 0.18 · ( 1
k
)1.2 per il caso LOS,
e
P (PIR > k) = 0.39 · ( 1
k
)0.65 per il caso NLOS.
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PIR Average e PIR Blackout
Chiudiamo anche in questo caso con le tabelle di PIR Average (6.7) e PIR
Blackout (6.8). I valori sono coerenti sia con i risultati degli esperimenti prece-
denti [6], sia con quanto descritto nei paragraﬁ sopra. Da sottolineare ancora
una volta quanto il link basso-alto si avvicini all'ottimo, con valori medi di
PIR di 105ms e una probabilità di blackout di 0.0005, oltre quindi i 100s.
PIR Average (ms)
Link LOS NLOS
Alto -> Basso 163 323
Basso -> Alto 105 170
Basso -> Basso 191 399




Alto -> Basso 0.01 0.06
Basso -> Alto 0.0005 0.01
Basso -> Basso 0.01 0.09
Tabella 6.8: Tabella con le probabilità di blackout nelle coppie di veicoli distinti
per altezza
6.3 Conclusioni
Secondo quanto analizzato in questo capitolo possiamo aﬀermare quanto
sia diﬃcile deﬁnire un comportamento preciso per la comunicazione veicolare.
Abbiamo infatti visto che anche la diﬀerente altezza dei veicoli e le condizio-
ni di visibilità diretta o no, incidano sulla qualità comunicativa, andando ad
aggiungere altre variabili ad uno scenario che di per sé ne presenta già molte.
Nel nostro caso possiamo solo dire che sono state osservate delle migliori per-
formance per quanto riguarda il link col veicolo alto in ricezione, avvicinandosi
ad una situazione di ottimo.
Capitolo 7
Conclusioni
L'obiettivo primario di questa tesi era valutare quanto potesse incidere
nell'ambiente veicolare lo scambio di beacon tramite comunicazione multihop
garantendo i requisiti richiesti per lo sviluppo di applicazioni nell'ambito della
sicurezza attiva. In aggiunta a questo obiettivo, ne sono stati considerati degli
altri, come la qualità del canale secondo il modello L/N o le problematiche
annesse alla diﬀerente altezza dei veicoli. Per rispondere a questo interrogativo,
con l'utilizzo delle unità LinkBird-MX è stato realizzato in Java un programma
per lo scambio periodico di beacon tra più veicoli e un programma di Post-
Processing per analizzare i risultati ottenuti. Grazie alle misurazioni eﬀettuate,
che hanno permesso di raccogliere una buona quantità di dati, è stato possibile
rispondere alla nostre domande.
Innanzi tutto abbiamo visto che eﬀettivamente la possibilità di avere uno
scenario in cui ciascun veicolo contribuisce alla conoscenza cooperativa trami-
te l'invio di beacon con le informazioni di tutti i veicoli, è positivo. Infatti
permette di avere un incremento del numero di pacchetti ricevuti, valore che
determina l'intervallo di ricezione tra i vari pacchetti, diminuendo situazioni
in cui il tempo di aggiornamento della conoscenza supera valori critici. Inol-
tre abbiamo valutato come la presenza di un veicolo alto permetta da un
lato una migliore propagazione delle informazioni, ma dall'altro costituisce un
ostacolo per eventuali comunicazioni dirette. Inﬁne abbiamo rilevato come nel
caso di canali comunicativi tra un veicolo alto ed uno basso, risulta essere più
performante il caso in cui il veicolo alto si trovi in ricezione.
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7.1 Lavori futuri
Sulla base di quanto sviluppato e analizzato, possibili estensioni possono
riguardare ad esempio l'implementazione di una funzione di refresh della ta-
bella dei veicoli valutando quindi quanto debba essere l'intervallo di tempo
minimo dopo il quale un veicolo non più incontrato possa essere rimosso. Altri
interessanti studi potrebbero riguardare le caratteristiche del canale radio: in-
dividuare quindi le cause dell'asimettria di esso oppure capire quanto incidano
fattori quali la tipologia dei veicoli o l'ambiente circostante.
7.2 Esperienze acquisite
Oltre ad aver acquisito maggiore esperienza nella programmazione nei lin-
guaggi Java e C, il lavoro svolto in questa tesi mi ha permesso di conoscere
i sistemi veicolari capendone la struttura e i problemi, in particolare per quel
che riguarda le applicazioni di sicurezza attiva basate su beaconing. Inoltre
il lavoro eﬀettuato mi ha fornito le basi per capire in quale maniera svolgere
delle analisi sulla qualità della comunicazione in suddetti ambienti.
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