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Appropriate   identification   is   fundamental   to  many  transactions  where participants  may be  allocated.      Yet 
acceptance of cost and/or responsibility by one party may permit specific identification to be ignored.   However, 
























by bystanders where civil   rights  and privileges were revoked.      More formally,   forcing  individuals   to wear 
symbols of inferior status to publicly indicate the denial of social participation.  





power,   is  not  questioned here,  is   there a  corresponding ‘right’  to withhold or  withdraw identification?     In 
general,   international   law   and   convention   suggests   no   right   (UNPRINC,   1989).      Obtaining   adequate 
identification or recreating lost identification may be complicated by political or social attitudes rather than just 
administrative proceedings. Yet, in practice, relatively few primary ID are used to create many more.















































usually subject  to participant  choices.        Consequently,   identification relies on both parties  for  consent and 
cooperation.






















and  setting   for   a   coronation.    Additionally,   there  are  aids   to   signatures   such  as   the   seal  or   signet.    Other 
supporting information may include date, time, and context information not included in the transaction record. 


















accepts   non­specific   or   specific   identification   but   is   not   identified   in   return.       Bilateral   or   multilateral 
identification occurs when the identification process is shared.
For example, observing a person in uniform is a non­specific identification, and obtaining unique ID from them 





































Extensions   of   these   simple   techniques  may   be   used   to  manage   scalable   and   flexible   identification   in   all 
categories.
Smart Card Based Artefact























One­way indicates  that collated knowledge of  output  sequences will  not  assist   in  determining the signature 
generator function or input sequence. 
The housekeeping functions include storing transaction records to prove that a particular artefact has been used 
in  a  particular  operation.  Limiting   the  number  of  new operations   is  necessary   to  minimise   the  amount  of 







It   is  noted   that   this   artefact  may be  used   in  all   categories  of   identification  and  permit   authentication   and 
verification (audit) of transactions after the fact.   It is noted that this artefact may be unique or may have copies 
created for symmetrical transactions.   The programming of the blank device may be similar to the programming 
of  PLDs where fuses are blown,  or   through ‘write  once read many’  (WORM) memory construction.     It   is 

























































In   ‘Case   1’,   two   equal   individuals   must   learn   by   experience   and   example   to 












adequate   identification   from   and   for   the   individual,   yet   formal   identification   criteria  may   be   subject   to 
interpretation which may include perceptions and prejudice among others.  Regardless of the group’s perception 
of its membership criteria, the interpretation by the gatekeeper is in effect.































Identification  must  be   scalable   and   flexible   to  permit   the   individual   the  maximum amount  of   freedom  in 
effecting transactions.  Artefacts used in the process must be able to identify the user, authenticate actions by the 
user and permit audit at any time to protect against claims of misconduct or error. 
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