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Abstrak
Evaluasi tugas pemrograman jaringan sebagian besar diperik-
sa dengan cara konvensional yaitu dievaluasi oleh asisten atau do-
sen. Cara ini masih memiliki beberapa kelemahan, sebagai con-
toh feedback yang diterima kurang maksimal karena waktu yang
diperlukan untuk evaluasi lama, dan adanya elemen penting yang
mungkin terlewatkan untuk diperiksa. Selain itu, faktor siapa yang
memeriksa juga dapat membedakan hasil evaluasi.
Saat ini Online Judge digunakan sebagai solusi pengecekan so-
al pemrograman. Tetapi dengan menggunakan Online Judge juga
masih memiliki masalah, salah satunya adalah kode sumber yang
akan diuji tidak dapat dipercaya sepenuhnya, dikarenakan adanya
kemungkinan kode sumber berisi kode sumber yang akan merusak
komputer. Solusi untuk permasalahan ini adalah dengan menggu-
nakan sandboxing, di mana kode sumber yang diunggah akan diek-
sekusi secara terisolasi.
Pada tugas akhir ini, dilakukan perancangan dan implementasi
Online Judge untuk aplikasi berbasis jaringan yang memanfaatkan
Docker sebagai lingkungan virtual terisolasi untuk sandboxing, ko-
de sumber yang diunggah akan dieksekusi di dalam lingkungan vir-
tual yang terisolasi sehingga tidak akan berdampak buruk kepada
komputer host.
Kata Kunci: Online Judge, Virtualisasi, Docker, Aplikasi Ja-
ringan
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Abstract
Evaluation of network-based programming tasks aremostly chec-
ked with conventional way - such as presentation - still have several
drawbacks, for example the feedback is not maximal because of the
time needed to evaluate, and the important elements that may be
missed to be examined. In addition, factor on who is checking can
also differentiate the results of evaluation.
Nowadays Online Judge has been used as a solution to pro-
gramming problem checking. But the use of online judging still have
some problems, one of which is the source code to be tested can-
not be trusted completely due to the possibility of the source code
contains code that will damage the computer. The solution to this
problem is to use sandboxing, which the uploaded source code will
be executed in isolation.
In this thesis, the design and implementation of online judge for
network-based applications utilizing docker as an isolated virtual
environment is conducted, the uploaded source will be executed in
an isolated virtual environment so it will not adversely affect the
host computer.
Keywords: Online Judge, Virtualization, Docker, Network Ap-
plication
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BAB 1
PENDAHULUAN
1.1 Latar Belakang
Online judge adalah suatu sistem untuk menguji suatu program pa-
da kontes pemrograman. Sistem ini dapat ini mengompilasi, meng-
eksekusi kode program, dan mengujinya dengan data yang sudah
disiapkan. Kode yang dikirimkan dapat dijalankan dengan batas-
an seperti time limit, memory limit, batasan keamananan dan seba-
gainya. Keluaran dari kode akan diambil oleh sistem untuk diban-
dingkan dengan standar keluaran atau kunci jawaban yang sudah
ada sebelumnya. Kemudian sistem akan mengembalikan hasilnya
untuk ditampilkan keputusan benar atau salahnya suatu program [1].
Penggunaan online judge khususnya pada perkuliahan di Tek-
nik Informatika ITS digunakan untuk mata kuliah Dasar Pemro-
graman, Algoritma dan Struktur Data, Perancangan dan Analisis
Algoritma 1 serta Perancangan dan Analisis Algoritma 2. Mata ku-
liah tersebut lebih menekankan pada pembelajaran tentang algori-
tma dan struktur data dengan studi kasus berbagai masalah pemro-
graman. Namun online judge ini juga berpotensi untuk digunakan
pada mata kuliah lain yaitu Pemrograman Jaringan yang mengha-
ruskan mahasiswa untuk mengerjakan soal-soal pemrograman ja-
ringan yang mayoritas klien-server. Dengan pemanfaatan online
judge pada mata kuliah pemrograman jaringan ini mahasiswa dapat
lebih mudah belajar dengan berbagai macam studi kasus soal dan
membuat dosen atau pengajar lebih mudah menilai serta melihat
hasil dari pekerjaan mahasiswa.
Oleh karena itu, pada Tugas Akhir ini dilakukan pembuatan sis-
tem online judge untuk mata kuliah Pemrograman Jaringan, di ma-
na sistem akan menerima jawaban dari mahasiswa yang selanjutnya
akan dikompilasi atau dijalankan di suatu lingkungan terisolasi, lalu
1
2hasilnya akan dibandingkan dengan kunci jawaban yang sebelum-
nya telah didefinisikan oleh dosen. Hasil akhir dari sistem ini adalah
poin-poin kasus uji yang berhasil diselesaikan oleh mahasiswa.
1.2 Rumusan Masalah
Berikut beberapa hal yang menjadi rumusan masalah dalam Tugas
Akhir ini:
• Bagaimana cara menerapkan konsep sistem online judge un-
tuk mata kuliah Pemrograman Jaringan yang dapat menerima
dan menilai kode program yang dikirimkan oleh mahasiswa?
• Bagaimana cara mengimplementasikan suatu sistem online
judge yang dapat diterapkan pada studi kasus mata kuliah
Pemrograman Jaringan?
• Bagaimana cara mengintegrasikan sistem online judge untuk
pengambilan data peserta kelas dan penilaian dengan eLearn-
ing Management System (Moodle)?
1.3 Batasan Masalah
Batasan masalah pada Tugas Akhir ini adalah sebagai berikut:
• Program yang diterima oleh sistem hanya yang berbasis klien-
server.
• Bahasa pemrograman yang dapat diterima oleh sistem ini ada-
lah C/C++ (GCC/G++ 4.9.2), Java (JRE 1.7.0), dan Python
2.7.9.
• Protokol yang diakomodasi oleh sistem ini adalahHTTP, FTP,
SMTP, IMAP, dan POP3.
1.4 Tujuan
Tujuan dari Tugas Akhir ini adalah menghasilkan sistem online ju-
dge yang dapat digunakan dalam mata kuliah Pemrograman Jaring-
an yang memanfaatkan virtualisasi berbasis Docker.
1.5 Manfaat
Dengan dibuatnya Tugas Akhir ini akan memberikan konsep pem-
belajaran baru pada mata kuliah Pemrograman Jaringan karena me-
3nawarkan suatu kemudahan bagi dosen maupun mahasiswa untuk
dapat menilai kemampuan dalam menyelesaikan berbagai macam
permasalahan pada pemrograman jaringan serta mempercepat pro-
ses penilaian dosen terhadap program yang dibuat oleh mahasiswa.
1.6 Metodologi
Langkah danmetode yang dilakukan untukmengerjakan TugasAkhir
ini dijelaskan sebagai berikut.
• Penyusunan Proposal Tugas Akhir
Penyusunan proposal Tugas Akhir dilaksanakan untuk me-
rumuskan masalah serta melakukan penetapan desain dasar
sistem yang akan dikembangkan dalam pelaksanaan Tugas
Akhir ini.
• Studi Literatur
Untuk membantu proses pengerjaan Tugas Akhir, diperlukan
studi lebih lanjutmengenai penggunaan komponen-komponen
terkait dengan sistem yang akan dibangun.
• Desain dan Perancangan
Dalam rangkamemerinci lebih jauhmengenai bagaimaname-
manfaatkan komponen-komponen sistem untuk membangun
sistem secara utuh, diperlukan proses desain dan perancang-
an dari sistem. Hasil analisis dan desain kemudian ditetapkan
menjadi rancangan dasar implementasi sistem.
• Implementasi Sistem
Hasil analisis dan desain kemudian diimplementasikan mela-
lui komponen-komponen perangkat lunak pendukung.
• Uji Coba dan Evaluasi
Untuk mengukur kemampuan sistem untuk menangani peng-
guna dari segi fungsionalitas dan performa, dilakukan proses
uji coba dan evaluasi untuk mengetahui sejauh mana sistem
dapat berjalan sesuai dengan yang diharapkan.
41.7 Sistematika Laporan
Buku Tugas Akhir ini terdiri dari beberapa bab yang dijelaskan se-
bagai berikut:
• Bab 1. Pendahuluan. Bab ini berisikan latar belakang, ru-
musan masalah, tujuan, manfaat, metodologi dan sistematika
penulisan yang digunakan sebagai dasar penyusunan Tugas
Akhir.
• Bab 2. Tinjauan Pustaka. Bab ini berisikan teori penunjang
yang berhubungan dengan Tugas Akhir.
• Bab 3. Desain dan Perancangan. Bab ini membahas desain
dasar dari sistem dan perangkat lunak yang akan dirancang
sebagai bagian dari pengerjaan Tugas Akhir.
• Bab 4. Implementasi. Bab ini membahas hasil implementasi
dari rancangan sistem beserta tekniknya.
• Bab 5. Uji Coba danEvaluasi. Bab ini membahasmengenai
teknik uji coba dan hasil keluarannya sebagai bahan evaluasi
terhadap hasil Tugas Akhir.
• Bab 6. Penutup. Bab ini berisi kesimpulan dari hasil uji coba
serta saran untuk pengembangan Tugas Akhir selanjutnya.
BAB 2
LANDASAN TEORI
2.1 Online Judge
Online Judge adalah suatu sistem untuk menguji suatu program pa-
da kontes pemrograman. Sistem ini dapat ini mengompilasi, meng-
eksekusi kode program, dan mengujinya dengan data yang sudah
disiapkan. Kode yang dikirimkan dapat dijalankan dengan batas-
an seperti time limit, memory limit, batasan keamananan dan seba-
gainya. Keluaran dari kode akan diambil oleh sistem untuk diban-
dingkan dengan standar keluaran atau kunci jawaban yang sudah
ada sebelumnya. Kemudian sistem akan mengembalikan hasilnya
untuk ditampilkan keputusan benar atau salahnya suatu program [1].
2.2 Docker
Docker adalah sebuah platform terbuka untuk pengembang, sys-
admin atau setiap orang yang bertujuan menggunakan sebuah plat-
form untuk membangun, mendistribusikan, dan menjalankan apli-
kasi pada laptop, data center, virtual mesin maupun cloud. Dock-
er membuat proses pemaketan aplikasi bersama komponennya (de-
pendencies) secara cepat dalam sebuah container yang terisolasi,
sehingga dapat dijalankan dalam infrastruktur lokal atau cloud tan-
pa melakukan perubahan maupun konfigurasi lagi pada container
selama host menjalankan Docker Engine [2].
Docker menggunakan arsitektur klien-server. Docker klien me-
ngirimkan permintaan berupa perintah kepada Docker daemon un-
tukmembangun, mendistribusikan, danmenjalankan containerDock-
er.
• Docker Daemon, Docker daemon berjalan pada mesin host.
Pengguna tidak berinteraksi secara langsung dengan Docker
daemon tapi melalui Docker klien.
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6• Docker Klien, Docker klien merupakan bentuk dari Dock-
er binari dan merupakan antarmuka pengguna utama untuk
Docker, yang menerima perintah dari pengguna dan berko-
munikasi dengan Docker daemon.
Istilah yang menjadi komponen utama Docker [3]:
• Docker Images, Docker Image merupakan sebuah template
yang bersifat read-only. Contohnya sebuah image yang ber-
isi sistem operasi Ubuntu dengan Apache dan aplikasi web
yang telah diinstal. Image ini digunakan untuk menjalan-
kan container. Docker menyediakan cara yang sederhana un-
tuk membangun image baru atau merubah image yang sudah
ada. Jika melihat Docker Index akan ditemukan banyak im-
age yang telah dibuat oleh pengguna lain yang dapat digu-
nakan sebagai image dasar.
• Docker Container, Docker Container merupakan sebuah im-
age bersifat read-write yang berjalan di atas image. Docker
menggunakan sistem union-file sebagai sistem file backend
container-nya, di mana setiap perubahan yang disimpan pa-
da container akan menyebabkan terbentuknya layer baru di
atas image dasar.
• Docker Registry, Docker Registry adalah tempat penyimpan-
an (public atau private) dimana dapatmengunggah danmeng-
unduh image. Registry publicDocker disebut dengan Docker
Hub
2.3 Moodle
Moodle adalah platform pembelajaran yang didesain untuk penga-
jar, administrator, dan pembelajar dengan ketahanan, keamanan,
dan sistem yang terintegrasi untuk membuat lingkungan pembela-
jaran yang baik [4].
Learning Tools Interoperability (LTI) adalah interface untuk da-
pat memungkinkan aplikasi di luar moodle dapat terintegrasi de-
ngan sistem Moodle [5].
72.4 NodeJS
NodeJS adalah lingkungan JavaScript yang berjalan pada sisi serv-
er. NodeJS berbasis pada implementasi Google Runtime V8 En-
gine. V8 Engine dan NodeJS biasa diimplementasikan dengan C
dan C++, berfokus pada performa dan konsumsi memori yang ren-
dah, tetapi V8 hanya mendukung JavaScript pada peramban teru-
tama Google Chrome. Tujuan utama NodeJS mengarah ke proses
server yang berjalan sangat lama. Tidak seperti kebanyakan ling-
kungan modern yang lain, proses NodeJS bukanlah multithreading
untuk dapat mendukung eksekusi proses secara bersamaan. NodeJS
berbasis pada model asynchronous I/O event di mana proses server
adalah single threaded daemon [6].
2.5 MEAN Framework
MEAN Framework atau MEAN Stack merupakan kerangka kerja
pemrograman yang terdiri dari komponen MongoDB, ExpressJS,
AngularJS, dan NodeJS namun pada Tugas Akhir ini penulis ti-
dak menggunakan MongoDB melainkan MySQL dikarenakan pe-
nulis membutuhkan relational database [7]. Sehingga komponen-
komponen dalam MEAN menjadi:
• MySQL sebagai perangkat server basis data.
• ExpressJSmerupakan kerangka kerja pengembangan aplikasi
Web berbasis Javascript dari sisi server.
• AngularJS merupakan kerangka kerja pengembangan aplika-
si Javascript dari sisi klien.
• NodeJS merupakan kerangka kerja pemrograman yang mem-
bawahi komponen ExpressJS.
BAB 3
DESAIN DAN PERANCANGAN
Online judge pada umumnya merupakan suatu sistem untuk meng-
uji kode sumber dengan kasus uji yang sudah didefinisikan untuk
mengetahui hasil dari kode sumber tersebut. Fitur-fitur yang harus
ada dalam sebuah online judge adalah:
• Sistem dapat membuat pengguna baru dan memanipulasinya.
• Sistem dapat membuat soal dan kasus ujinya serta memani-
pulasinya.
• Sistem dapat menerima jawaban berupa kode sumber.
• Sistem dapat menampilkan hasil dari setiap kiriman jawaban.
Dari fitur-fitur utama tersebut maka dibuatlah analisis, perancangan
dan implementasi yang dibahas pada bab ini.
3.1 Kasus Penggunaan
Gambar 3.1 menampilkan kasus penggunaan sistem secara umum
dengan penjelasan tertera pada Tabel 3.1
Tabel 3.1: Daftar Kasus Penggunaan Sistem
No Nama Aktor Deskripsi
UC01 Manajemen
Soal
Dosen Soal-soal memiliki tipe
sebagai server atau klien
serta atribut-atribut pe-
lengkap soal seperti judul,
deskripsi, dsb.
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No Nama Aktor Deskripsi
UC02 Manajemen
Kelas
Dosen Kelas diisi dengan peser-
ta kelas yaitu mahasiswa
yang terdaftar di sistem
dan juga soal-soal yang
sudah dibuat dapat dima-
sukkan ke dalam kelas.
UC03 Mengunduh
Hasil Penila-
ian
Dosen Hasil penilaian akan beru-
pa tabel pemeringkatan pe-
serta kelas diurut berda-
sarkan nilai tertinggi dan
dapat diunduh ke dalam
bentuk csv.
UC04 Melihat Soal Mahasiswa Mahasiswa yang sudah ter-
daftar di suatu kelas dapat
membaca soal-soal apa sa-
ja yang ada di dalam kelas
tersebut.
UC05 Mengirimkan
Jawaban
Mahasiswa Jawaban dari mahasiswa
berupa kode sumber de-
ngan ekstensi .c/cpp, .py,
atau .java.
UC06 Melihat
Riwayat
Jawaban
Mahasiswa Riwayat serta skor yang
didapatkan dari jawaban
yang telah dikirimkan.
UC07 Melihat
Peringkat
Mahasiswa Pemeringkatan peserta ke-
las dalam kelas yang diiku-
ti.
UC08 Manajemen
Pengguna
Admin Pengguna baru yang akan
menggunakan sistem dapat
didaftarkan oleh admin.
11
Gambar 3.1: Diagram Kasus Penggunaan Sistem
3.2 Deskripsi Fitur
Secara umum, fitur sistem dibagi menjadi tiga: fitur untuk dosen,
fitur untuk mahasiswa dan fitur untuk administrator.
3.2.1 Fitur untuk Dosen
Berikut adalah fitur yang tersedia untuk dosen:
• Dosen dapat membuat soal baru, menghapus, maupun meng-
ubah soal yang telah dibuat.
• Dosen dapatmembuat kelas baru, menghapus, maupunmeng-
ubah peserta kelas yang dibuat.
• Dosen dapat melihat dan mengunduh hasil penilaian dari tiap
kelas.
3.2.2 Fitur untuk Mahasiswa
Berikut adalah fitur yang disediakan untuk mahasiswa:
• Mahasiswa dapat melihat soal yang ada untuk kelas yang di-
ikuti oleh mahasiswa yang bersangkutan.
• Mahasiswa dapat mengirimkan jawaban berupa kode sumber.
• Mahasiswa dapat melihat riwayat dari setiap jawaban yang
telah dikirimkan.
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• Mahasiswa dapat melihat pemeringkatan dari peserta di kelas
yang diikuti.
3.2.3 Fitur untuk Administrator
Berikut adalah fitur yang disediakan untuk administrator:
• Admin dapat membuat pengguna baru, menghapus, maupun
mengubah pengguna yang sudah ada.
3.3 Arsitektur Sistem
Pada sub-bab ini, dibahas mengenai tahap analisis dan desain dari
sistem yang akan dibangun.
3.3.1 Desain Umum Sistem
Sistem dibangun dalam beberapa komponen umumyang terkait satu
sama lain, yaitu:
• Backend sebagai pengendali yang menghubungkan basis da-
ta dengan frontend.
• Frontend adalah antarmuka dari sistem yang berbasis web.
• Docker sebagai lingkungan virtual yang dipanggil dengan
bantuan Backend. Digunakan sebagai lingkungan terisolasi
bagi kode sumber yang dikirimkan oleh mahasiswa.
• Basis Data sebagai tempat menyimpan segala macam data
transaksi maupun data utama dari sistem.
• Moodle adalah aplikasi elearning yang dapat berinteraksi de-
ngan sistem yang akan dibangun ini melalui Learning Tools
Interoperability (LTI).
Gambar 3.2 menampilkan diagram arsitektur hubungan antara
komponen.
3.3.2 Desain Rinci Backend
Backend dibuat dengan NodeJS dan ExpressJS serta menggunakan
konsep RESTful API. Backend akan menangani segala bentuk ope-
rasi ke basis data yang dikirimkan dari frontend dan juga akanmem-
berikan data yang dibutuhkan ke frontend. Backend juga akan me-
manggil Docker guna mengeksekusi jawaban yang dikirimkan ma-
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Gambar 3.2: Desain Sistem Secara Umum
hasiswa. Tabel 3.2 menjelaskan daftar rute akses REST API yang
ada pada Backend. Ada empat jenis rute padaAPI ini: rute yang bisa
diakses tanpa autentikasi, rute yang hanya bisa diakses oleh admin,
rute yang bisa diakses oleh dosen, rute yang bisa diakses oleh ma-
hasiswa.
Tabel 3.2: Daftar Rute REST API pada Backend
No Rute Metode Hak Ak-
ses
Aksi
1 /users/session POST Tidak ada Melakukan autenti-
kasi username dan
password
2 /lti/class
/class-
id/problem
/problem-id
POST Tidak ada Melakukan au-
tentikasi dengan
memanfaatkan
Moodle LTI
3 /users GET,
POST,
PUT,
DELETE
Admin Melakukan manipu-
lasi data pengguna
sistem
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No Rute Metode Hak Ak-
ses
Aksi
4 /problems GET,
POST,
PUT,
DELETE
Dosen Melakukan manipu-
lasi soal
5 /problems
/problem-
id/testcase
GET,
POST,
PUT,
DELETE
Dosen Melakukan manipu-
lasi kasus uji pada
suatu soal
6 /classes GET,
POST,
PUT,
DELETE
Dosen Melakukan manipu-
lasi data kelas
7 /classes/class-
id/problems
POST,
PUT,
DELETE
Dosen Melakukan manipu-
lasi soal yang ada di
suatu kelas
8 /classes/class-
id/users
POST,
DELETE
Dosen Melakukan mani-
pulasi peserta kelas
yang ada di suatu
kelas
9 /classes/class-
id/rank
GET Dosen Melihat pemering-
katan peserta kelas
di suatu kelas
10 /myclass
/class-id
GET Mahasiswa Melihat soal-soal
yang ada di suatu
kelas
11 /myclass
/class-
id/rank
GET Mahasiswa Melihat pemering-
katan peserta kelas
di suatu kelas
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No Rute Metode Hak Ak-
ses
Aksi
12 /myclass
/class-
id/problem
/problem-id
GET,
POST
Mahasiswa Melihat suatu so-
al di suatu kelas
dan mengirimkan
jawaban ke soal
tersebut
Proses autentikasi diimplementasikanmenggunakan pustaka Pass-
port (http://passportjs.org/). Proses autentikasimelaluiMoo-
dle LTI jugamemanfaatkan pustaka pendukung Passport-LTI (https:
//github.com/civitaslearning/passport-lti/).
3.3.3 Desain Rinci Frontend
Bagian Frontend dibuat menggunakan pustaka AngularJS (https:
//angularjs.org/). Tabel 3.3 menjelaskan rute HTTP yang ada
pada Frontend.
Peta situs untuk halaman admin terdapat pada gambar 3.3, se-
mentara halaman dosen terdapat pada gambar 3.4. Peta situs hala-
man mahasiswa terdapat pada gambar 3.5.
Gambar 3.3: Peta Situs Halaman Admin pada Frontend
3.3.4 Desain Rinci Docker
Docker akan digunakan untuk membuat lingkungan terisolasi gu-
na mengeksekusi kode sumber yang dikirimkan oleh mahasiswa.
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Tabel 3.3: Daftar Rute pada Frontend
No Rute Metode Hak Ak-
ses
Aksi
1 /profile GET Admin,
Dosen,
Mahasis-
wa
Menampilkan hala-
man profil penggu-
na
2 /users GET Admin Menampilkan hala-
man kelola penggu-
na
3 /problem GET Dosen Menampilkan hala-
man kelola soal
4 /class GET Dosen Menampilkan hala-
man kelola kelas
5 /myclass GET Mahasiswa Menampilkan hala-
man kelas dan soal
untuk mahasiswa
6 /myresult GET Mahasiswa Menampilkan hala-
man riwayat jawab-
an dan hasil kiriman
dari mahasiswa
Docker akan dipanggil oleh Backend setiap ada mahasiswa yang
mengirimkan jawabannya untuk suatu soal tertentu. Diperlukan be-
berapa komponen penting untuk dapat mengeksekusi atau meng-
ompilasi kode sumber yang dikirimkan di dalam lingkungan Dock-
er karenanya dibuatlah suatu citra cakram Docker baru dengan na-
ma NetOJ (https://registry.hub.docker.com/u/etni35/
netoj/) yang berisi:
• Java JRE 1.7.0
• GCC/G++ 4.9.2
• Python 2.7.9
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Gambar 3.4: Peta Situs Halaman Dosen pada Frontend
Ketiga komponen tersebut berguna untukmenjalankan kode sum-
ber sesuai dengan ektensinya. Citra cakram Docker ini berbasis da-
ri citra cakram Docker lain yang ada di registry hub Docker ya-
itu java7 (https://registry.hub.docker.com/u/library/
java/). Citra cakram tersebut menjadi basis dasar untuk membuat
citra cakram NetOJ, lalu menambah atau menginstal compiler lain
yaitu GCC/G++ dan Python. Citra cakram ini menggunakan sistem
operasi Debian 8.0.
3.3.5 Desain Rinci Basis Data
Basis Data dari sistem menggunakan MySQL. Struktur basis data
dari sistem terdapat pada gambar 3.6. Tabel 3.4 menjelaskan detail
struktur basis data pada sistem.
Tabel 3.4: Struktur Basis Data
No Nama Tabel Deskripsi
1 Users Menyimpan data penggu-
na.
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No Nama Tabel Deskripsi
2 Problems Menyimpan data soal.
3 ProblemFile Menyimpan data berkas
pendukung soal.
4 Testcases Menyimpan data kasus uji
soal.
5 Protocols Data master protokol.
6 Classes Menyimpan data kelas.
7 ClassesProblems Menyimpan data soal yang
ada di kelas.
8 ClassesUsers Menyimpan data peserta
kelas.
9 Verdicts Data master hasil keputus-
an soal.
10 Submits Menyimpan data jawaban
yang dikirimkan.
11 SubmitsTestcases Menyimpan data hasil ke-
putusan tiap jawaban ter-
hadap kasus uji yang diu-
jikan.
3.3.6 Desain Rinci Moodle LTI
Moodle adalah aplikasi elearning yang sudah umum digunakan da-
lam proses pembelajaran. Sistem yang dibuat ini dapat berinteraksi
dengan Moodle melalui Learning Tools Interoperability (LTI) yang
ada pada Moodle. Interaksi terjadi melalui rute API lti/class
/class-id/problem/problem-id. Interaksi yang terjadi ada-
lah mahasiswa yang sudah terdaftar di Moodle dapat langsung ma-
suk ke dalam sistem ini tanpa perlu login ke sistem serta nilai yang
didapatkan dari sistem ini akan langsungmasuk ke dalam sistem pe-
nilaian Moodle. Gambar 3.7 menampilkan desain rinci komponen
Moodle dan sistem ini.
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Gambar 3.5: Peta Situs Halaman Mahasiswa pada Frontend
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Gambar 3.6: Struktur Basis Data
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Gambar 3.7: Desain Rinci Moodle LTI
BAB 4
IMPLEMENTASI
Bab ini membahas implementasi perancangan sistem secara rinci.
Pembahasan dilakukan untuk setiap komponen yang sudah dijelas-
kan pada bab sebelumnya.
4.1 Lingkungan Implementasi
Lingkungan implementasi dan pengembangan dilakukan menggu-
nakan komputer PC dengan spesifikasi AMD Phenom II x4 965
Black Edition dengan memori 4GB. Perangkat lunak yang digu-
nakan dalam proses pengembangan antara lain:
• Sistem operasi Ubuntu Linux 14.04.2 LTS.
• Editor teks Sublime Text 3.
• Git 1.9.1 untuk pengelolaan versi kode program.
• NodeJS 0.10.25 untuk kerangka kerja pemrograman.
• Grunt 0.4.5 untuk task runner.
• Docker 1.6.2 untuk uji coba citra cakram Docker.
• Paket TEXlive untuk penulisan buku tugas akhir.
• Peramban webMozilla Firefox.
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244.2 Rincian Implementasi Backend
Implementasi Backend dibagi berdasarkan rute REST API yang sudah dijelaskan pada Tabel 3.2. Setiap
rute dasar dibuat dalam pengendali atau controller terpisah.
4.2.1 Pengendali /users
Pengendali ini berfungsi untukmelakukanmanipulasi data pengguna. Pengendali ini juga berfungsi untuk
mengautentikasi pengguna yang akan masuk ke dalam sistem. Proses autentikasi ini dilakukan melalui
sub-rute pengendali /users/session. Implementasi untuk proses autentikasi tersebut menggunakan
pustaka Passport (http://passportjs.org/). Rute pengendali /users dapat diakses melalui metode
GET, POST, PUT dan DELETE sesuai yang dijelaskan pada Tabel 4.1.
Tabel 4.1: Implementasi Pengendali /users
No Rute HakAkses Masukan Luaran Langkah Proses
1 GET / A-D -
Data
pengguna
(n)
1. Kembalikan data semua pengguna
2 POST / A
Data
pengguna
(1)
Data
pengguna
(1)
1. Lakukan pembuatan pengguna baru
2. Kembalikan data pengguna yang sudah di-
beri userId
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
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No Rute HakAkses Masukan Luaran Langkah Proses
3 POST
/session
-
Username,
Pass-
word
Data
pengguna
(1)
1. Jika Username dan Password terdaftar
• Berikan data pengguna dan session
4 PUT
/userId
A-D-
M
Data
pengguna
(1)
Data
pengguna
(1)
1. Apakah pengguna A?
• Ubah data pengguna sesuai yang di-
minta
• Kembalikan data pengguna hasil pe-
ngubahan
2. Jika pengguna D atau M, maka:
• Apakah pengguna berhak merubah da-
ta dengan userId tersebut?
– Jika iya, ubah data pengguna se-
suai yang diminta lalu kembalik-
an data pengguna hasil pengubah-
an
– Jika tidak, kirim pesan galat
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
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No Rute HakAkses Masukan Luaran Langkah Proses
5 DELETE
/userId
A -
Data
pengguna
(1)
1. Hapus data pengguna sesuai yang diminta
2. Kembalikan data pengguna hasil pengha-
pusan
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
4.2.2 Pengendali /lti
Pengendali ini khusus berfungsi untuk menangani autentikasi lewat Moodle yang memanfaatkan Lear-
ning Tools Interoperability (LTI) pengendali ini bertujuan memvalidasi data POST yang dikirim dari
Moodle untuk selanjutnya diberikan akses langsung ke dalam sistem ini tanpa login jika benar data yang
dikirim dari Moodle tersebut valid. Proses validasi ini memanfaatkan pustaka pendukung Passport-LTI
(https://github.com/civitaslearning/passport-lti/). Tabel 4.2 menjelaskan implementa-
si sub-rute dari pengendali rute /lti.
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Tabel 4.2: Implementasi Pengendali /lti
No Rute HakAkses Masukan Luaran Langkah Proses
1
POST
/class
/classId
/problem
/problemId
-
Data
POST
LTI
Data
pengguna
(1)
1. Jika data POST LTI valid dan Username
terdaftar di sistem
• Berikan data pengguna dan session
2. Jika data POST LTI valid dan Username ti-
dak terdaftar di sistem
• Buat data pengguna baru dengan
Username dari data POST LTI serta
password sama dengan Username
• Berikan data pengguna yang baru di-
buat dan session
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
4.2.3 Pengendali /problems
Pengendali ini berfungsi untuk melakukan manipulasi data soal. Di dalam pengendali ini juga terda-
pat sub-rute pengendali untuk melakukan manipulasi data kasus uji untuk tiap soal yang bisa diakses
melalui /problems/problem-id/testcase. Tabel 4.3 menjelaskan implementasi sub-rute dari pe-
28ngendali rute /problems. Tabel 4.4 menjelaskan implementasi sub-rute dari pengendali rute /prob-
lems/problem-id/testcase.
Tabel 4.3: Implementasi Pengendali /problems
No Rute HakAkses Masukan Luaran Langkah Proses
1 GET / D - Data soal(n) 1. Kembalikan data semua soal
2 GET
/problemId
D - Data soal(1) 1. Kembalikan data soal problemId
3 POST / D Data soal(1)
Data soal
(1)
1. Lakukan pembuatan soal baru
2. Kembalikan data soal yang sudah diberi
problemId
4 PUT
/problemId
D Data soal(1)
Data soal
(1)
1. Ubah data soal sesuai yang diminta
2. Kembalikan data soal hasil pengubahan
5 DELETE
/problemId
D - Data soal(1)
1. Hapus data soal sesuai yang diminta
2. Kembalikan data soal hasil penghapusan
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
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Tabel 4.4: Implementasi Pengendali /problems/problem-id/testcase
No Rute HakAkses Masukan Luaran Langkah Proses
1 POST / D
Data
kasus uji
(1)
Data
kasus uji
(1)
1. Lakukan pembuatan kasus uji baru pada soal
yang diminta
2. Kembalikan data kasus uji yang baru dibuat
2 PUT
/testcaseId
D
Data
kasus uji
(1)
Data
kasus uji
(1)
1. Ubah data kasus uji sesuai yang diminta
2. Kembalikan data kasus uji hasil pengubahan
3 DELETE
/testcaseId
D -
Data
kasus uji
(1)
1. Hapus data kasus uji sesuai yang diminta
2. Kembalikan data kasus uji hasil penghapus-
an
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
4.2.4 Pengendali /classes
Pengendali ini berfungsi untuk melakukan manipulasi data kelas. Di dalam pengendali ini juga terdapat
beberapa sub-rute pengendali yaitu:
• /classes/class-id/problems berfungsi melakukan manipulasi data soal yang ada di kelas.
30• /classes/class-id/users berfungsi melakukan manipulasi data peserta kelas.
• /classes/class-id/rank berfungsi mendapatkan data pemeringkatan kelas.
Tabel 4.5 menjelaskan implementasi sub-rute dari pengendali rute /classes. Tabel 4.6 menjelaskan
implementasi sub-rute dari pengendali rute /classes/class-id/problems. Tabel 4.7 menjelaskan
implementasi sub-rute dari pengendali rute /classes/class-id/users. Tabel 4.8 menjelaskan im-
plementasi sub-rute dari pengendali rute /classes/class-id/rank.
Tabel 4.5: Implementasi Pengendali /classes
No Rute HakAkses Masukan Luaran Langkah Proses
1 GET / D - Datakelas (n) 1. Kembalikan data semua kelas
2 GET
/classId
D - Datakelas (1) 1. Kembalikan data kelas classId
3 POST / D Datakelas (1)
Data
kelas (1)
1. Lakukan pembuatan kelas baru
2. Kembalikan data kelas yang sudah diberi
classId
4 PUT
/classId
D Datakelas (1)
Data
kelas (1)
1. Ubah data kelas sesuai yang diminta
2. Kembalikan data kelas hasil pengubahan
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
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No Rute HakAkses Masukan Luaran Langkah Proses
5 DELETE
/classId
D - Datakelas (1)
1. Hapus data kelas sesuai yang diminta
2. Kembalikan data kelas hasil penghapusan
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
Tabel 4.6: Implementasi Pengendali /classes/class-id/ problems
No Rute HakAkses Masukan Luaran Langkah Proses
1 POST / D Data tran-saksi (1)
Data tran-
saksi (1)
1. Lakukan pembuatan transaksi baru untuk
kelas dan soal yang diminta
2. Kembalikan data transaksi yang baru dibuat
2 PUT / D Data tran-saksi (1)
Data tran-
saksi (1)
1. Ubah data transaksi sesuai yang diminta
2. Kembalikan data transaksi hasil pengubah-
an
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
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No Rute HakAkses Masukan Luaran Langkah Proses
3 DELETE / D Data tran-saksi (1)
Data tran-
saksi (1)
1. Hapus data transaksi sesuai yang diminta
2. Kembalikan data transaksi hasil penghapus-
an
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
Tabel 4.7: Implementasi Pengendali /classes/class-id/ users
No Rute HakAkses Masukan Luaran Langkah Proses
1 POST / D Data tran-saksi (1)
Data tran-
saksi (1)
1. Lakukan pembuatan transaksi peserta kelas
baru untuk kelas dan pengguna yang diminta
2. Kembalikan data transaksi peserta kelas
yang baru dibuat
2 DELETE / D Data tran-saksi (1)
Data tran-
saksi (1)
1. Hapus data transaksi peserta kelas sesuai
yang diminta
2. Kembalikan data transaksi peserta kelas ha-
sil penghapusan
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
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Tabel 4.8: Implementasi Pengendali /classes/class-id/ rank
No Rute HakAkses Masukan Luaran Langkah Proses
1 GET / D -
Data
peme-
ringkatan
kelas (n)
1. Kembalikan data pemeringkatan kelas
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
4.2.5 Pengendali /myclass
Pengendali ini mirip seperti pengendali /classes namun khusus untuk Mahasiswa. Pengendali ini ber-
fungsi untuk mendapatkan data kelas yang diikuti Mahasiswa dan juga untuk mengirimkan jawaban.
Tabel 4.9 menjelaskan implementasi sub-rute dari pengendali rute /myclass.
Tabel 4.9: Implementasi Pengendali /myclass
No Rute HakAkses Masukan Luaran Langkah Proses
1 GET
/classId
M - Datakelas (1) 1. Kembalikan data kelas yang diminta
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
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No Rute HakAkses Masukan Luaran Langkah Proses
2
GET
/classId
/rank
M -
Data
peme-
ringkatan
kelas (n)
1. Kembalikan data pemeringkatan kelas yang
diminta
3
GET
/classId
/problem
/problem-
Id
M - Data soal(1) 1. Kembalikan data soal yang diminta
4
POST
/classId
/problem
/problem-
Id
M
Kode
Sumber
Jawaban
(1)
Data
transaksi
pengi-
riman
jawaban
(1)
1. Buat data transaksi pengiriman jawaban
yang baru
2. Inisialisasi pengeksekusian kode sumber
3. Kembalikan data transaksi pengiriman ja-
waban
Keterangan: A: Admin, D: Dosen, M: Mahasiswa, (1) Data Tunggal, (n) Data Jamak
4.3 Rincian Implementasi Frontend
Frontend adalah antarmuka untuk pengguna sistem ini yang menghubungkan pengguna dengan REST
API pada Backend. Antarmuka pengguna ini diimplementasikan menggunakan pustaka AngularJS. Rute
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akses secara umum dibagi seperti pada Tabel 3.3. Sub-bab ini membahas implementasi peta situs dan
pengendali antarmuka di sistem ini.
4.3.1 Antarmuka Administrator
Tabel 4.10 menjelaskan mengenai implementasi peta situs (dari gambar 3.3) dari halaman antarmuka
administrator pada Frontend serta keterkaitannya dengan halaman pada peta situs dan kasus penggunaan
(use case) yang diimplementasikan.
Tabel 4.10: Implementasi Peta Situs pada Antarmuka Administrator
No Halaman Rute UseCase
Nama
Pengen-
dali
Operasi
1 Ax / - home -
2 A1 /users UC08 users
addUser: Tambah pengguna.
editUser: Ubah pengguna.
deleteUser: Hapus pengguna.
4.3.2 Antarmuka Dosen
Tabel 4.11 menjelaskan mengenai implementasi peta situs (dari gambar 3.4) dari halaman antarmuka
dosen pada Frontend serta keterkaitannya dengan halaman pada peta situs dan kasus penggunaan (use
36case) yang diimplementasikan.
Tabel 4.11: Implementasi Peta Situs pada Antarmuka Dosen
No Halaman Rute UseCase Nama Pengendali Operasi
1 Dx / - home -
2 D1 /problem UC01 problem delete: Hapus soal.
3 D1 /problem
/add
UC01 problemAddEdit send: Tambah soal.
4 D1
/problem
/edit
/problem-
Id
UC01 problemAddEdit send: Ubah soal.
5 D1
/problem
/prob-
lemId
/testcase
UC01 testCase
add: Tambah kasus uji.
edit: Ubah kasus uji.
delete: Hapus kasus uji.
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No Halaman Rute UseCase Nama Pengendali Operasi
6 D2 /class UC02 class
add: Tambah kelas.
edit: Ubah kelas.
delete: Hapus kelas.
7 D2
/class
/classId
/problem
UC02 manageClass
getProblems: Mengambil data selu-
ruh soal.
addProblem: Tambah soal ke dalam
kelas.
editProblem: Ubah atribut soal di
kelas.
deleteProblem: Hapus soal dari ke-
las.
8 D2
/class
/classId
/user
UC02 manageClass
getUsers: Mengambil data seluruh
pengguna.
addUser: Tambah peserta kelas.
deleteUser: Hapus peserta kelas.
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No Halaman Rute UseCase Nama Pengendali Operasi
9 D3
/class
/classId
/rank
UC03 rankClass
reloadData: Mengambil data pe-
ringkat di kelas.
4.3.3 Antarmuka Mahasiswa
Tabel 4.12 menjelaskan mengenai implementasi peta situs (dari gambar 3.5) dari halaman antarmuka
mahasiswa pada Frontend serta keterkaitannya dengan halaman pada peta situs dan kasus penggunaan
(use case) yang diimplementasikan.
Tabel 4.12: Implementasi Peta Situs pada Antarmuka Mahasiswa
No Halaman Rute UseCase Nama Pengendali Operasi
1 Mx / - home -
2 M1 /myclass UC04 myClass
reloadData: Mendapatkan data ke-
las apa saja yang diikuti.
3 M2 /myclass
/classId
UC04 myClass
reloadData: Mendapatkan data soal
apa saja yang ada di kelas tersebut.
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No Halaman Rute UseCase Nama Pengendali Operasi
4 M3
/myclass
/classId
/problem
/problem-
Id
UC05 myProblem
send: Mengirim jawaban untuk soal
tersebut.
5 M4 /myresult UC06 myResult
reloadData: Mengambil data riwa-
yat jawaban.
6 M5
/myclass
/classId
/rank
UC07 myRank
reloadData: Mengambil data pe-
ringkat di kelas.
4.4 Rincian Implementasi Docker
Docker dimanfaatkan sebagai lingkungan virtual terisolasi untuk mengeksekusi kode sumber yang di-
kirimkan. Ini dilakukan agar setiap kode sumber yang tidak terpercaya tersebut ketika dieksekusi tidak
memengaruhi ataupun merusak sistem host. Docker dipanggil dengan bantuan Backend setiap ada pe-
ngiriman jawaban dari Mahasiswa. Setiap ada pengiriman jawaban, Docker akan membuat instance baru
yang disebut dengan Docker Container. Setiap Docker Container ini adalah bentuk virtual dari citra cak-
ram Docker yang bernama NetOJ. Citra cakram ini berisi compiler Java JRE 1.7.0 untuk menjalankan
kode sumber berbasis Java, GCC/G++ 4.9.2 untuk megompilasi kode sumber C/C++ dan Python 2.7.9
40untuk mengeksekusi kode sumber Python. Setelah berhasil membuat instancemaka kode sumber akan di-
jalankan dan hasil keluaran dari kode sumber yang dijalankan akan dibandingkan dengan kunci jawaban
dari setiap kasus uji yang sudah didefinisikan oleh Dosen. Hasil dari perbandingan ini adalah keputusan
benar atau salahnya kode sumber yang dikirim oleh Mahasiswa dan akan menghasilkan skor untuk ja-
waban yang dikirim tersebut. Tabel 4.13 menjelaskan detail algoritma pemrosesan kode sumber mulai
dari jawaban masuk sampai jawaban dinilai pada masing-masing kasus soal.
Tabel 4.13: Algoritma Pemrosesan Kode Sumber
No Protokol Soal Soal Sebagai Algoritma / Operasi
1 HTTP Server
1. Jika ada kode sumber server dari Dosen ja-
lankan.
2. Jalankan kode sumber dari Mahasiswa.
3. Baca keluaran kode sumber dariMahasiswa.
4. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
5. Skor hasil diperbarukan ke dalam basis data.
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No Protokol Soal Soal Sebagai Algoritma / Operasi
2 HTTP Klien
1. Jalankan kode sumber dari Mahasiswa.
2. Baca kasus uji yang didefinisikan oleh Do-
sen.
3. Jalankan program penguji dengan data ka-
sus uji dari Dosen untuk menguji kode sum-
ber Mahasiswa.
4. Baca keluaran program penguji.
5. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
6. Skor hasil diperbarukan ke dalam basis data.
42No Protokol Soal Soal Sebagai Algoritma / Operasi
3 FTP Server
1. Hapus seluruh file yang ada di server.
2. Unggah atau salin seluruh file pendukung
yang didefinisikan disoal ke tempatnya.
3. Jika ada kode sumber server dari Dosen ja-
lankan.
4. Jalankan kode sumber dari Mahasiswa.
5. Jalankan program pengecek untukmembaca
isi server.
6. Baca keluaran kode sumber dari Mahasiswa
dan program pengecek.
7. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
8. Skor hasil diperbarukan ke dalam basis data.
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No Protokol Soal Soal Sebagai Algoritma / Operasi
4 FTP Klien
1. Salin seluruh file pendukung yang didefini-
sikan disoal ke tempatnya.
2. Jalankan kode sumber dari Mahasiswa.
3. Baca kasus uji yang didefinisikan oleh Do-
sen.
4. Jalankan program penguji dengan data ka-
sus uji dari Dosen untuk menguji kode sum-
ber Mahasiswa.
5. Jalankan program pengecek untukmembaca
isi server.
6. Baca keluaran program penguji dan pro-
gram pengecek.
7. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
8. Skor hasil diperbarukan ke dalam basis data.
44No Protokol Soal Soal Sebagai Algoritma / Operasi
5 SMTP Server
1. Hapus seluruh email yang ada di server.
2. Salin seluruh file pendukung yang didefini-
sikan disoal ke tempatnya.
3. Jalankan kode sumber dari Mahasiswa.
4. Jalankan program pengecek untukmembaca
isi server.
5. Baca keluaran kode sumber dari Mahasiswa
dan program pengecek.
6. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
7. Skor hasil diperbarukan ke dalam basis data.
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No Protokol Soal Soal Sebagai Algoritma / Operasi
6 SMTP Klien
1. Hapus seluruh email yang ada di server.
2. Salin seluruh file pendukung yang didefini-
sikan disoal ke tempatnya.
3. Jalankan kode sumber dari Mahasiswa.
4. Baca kasus uji yang didefinisikan oleh Do-
sen.
5. Jalankan program penguji dengan data ka-
sus uji dari Dosen untuk menguji kode sum-
ber Mahasiswa.
6. Jalankan program pengecek untukmembaca
isi server.
7. Baca keluaran program penguji dan pro-
gram pengecek.
8. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
9. Skor hasil diperbarukan ke dalam basis data.
46No Protokol Soal Soal Sebagai Algoritma / Operasi
7 IMAP Server
1. Hapus seluruh email yang ada di server.
2. Salin seluruh file pendukung yang didefini-
sikan disoal ke tempatnya.
3. Jalankan kode sumber dari Mahasiswa.
4. Jalankan program pengecek untukmembaca
isi server.
5. Baca keluaran kode sumber dari Mahasiswa
dan program pengecek.
6. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
7. Skor hasil diperbarukan ke dalam basis data.
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No Protokol Soal Soal Sebagai Algoritma / Operasi
8 IMAP Klien
1. Salin seluruh file pendukung yang didefini-
sikan disoal ke tempatnya.
2. Jalankan kode sumber dari Mahasiswa.
3. Baca kasus uji yang didefinisikan oleh Do-
sen.
4. Jalankan program penguji dengan data ka-
sus uji dari Dosen untuk menguji kode sum-
ber Mahasiswa.
5. Jalankan program pengecek untukmembaca
isi server.
6. Baca keluaran program penguji dan pro-
gram pengecek.
7. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
8. Skor hasil diperbarukan ke dalam basis data.
48No Protokol Soal Soal Sebagai Algoritma / Operasi
9 POP3 Server
1. Hapus seluruh email yang ada di server.
2. Salin seluruh file pendukung yang didefini-
sikan disoal ke tempatnya.
3. Jalankan kode sumber dari Mahasiswa.
4. Jalankan program pengecek untukmembaca
isi server.
5. Baca keluaran kode sumber dari Mahasiswa
dan program pengecek.
6. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
7. Skor hasil diperbarukan ke dalam basis data.
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No Protokol Soal Soal Sebagai Algoritma / Operasi
10 POP3 Klien
1. Salin seluruh file pendukung yang didefini-
sikan disoal ke tempatnya.
2. Jalankan kode sumber dari Mahasiswa.
3. Baca kasus uji yang didefinisikan oleh Do-
sen.
4. Jalankan program penguji dengan data ka-
sus uji dari Dosen untuk menguji kode sum-
ber Mahasiswa.
5. Jalankan program pengecek untukmembaca
isi server.
6. Baca keluaran program penguji dan pro-
gram pengecek.
7. Bandingkan keluaran dengan kunci jawaban
yang sudah didefinisikan oleh Dosen.
8. Skor hasil diperbarukan ke dalam basis data.
4.5 Rincian Implementasi Basis Data
Pada sub-bab ini akan dibahas mengenai detail struktur basis data yang digunakan sistem. Detail meliputi
nama atribut, tipe data dan deskripsi masing-masing kolom yang ada di setiap tabel basis data. Tabel 4.14
50menjelaskan detail setiap kolom yang ada di sistem.
Tabel 4.14: Atribut pada Basis Data
No Nama Tabel Nama Kolom Tipe Data Deskripsi
1 Users id Integer Primary key tabel
2 Users name Varchar(255) Nama pengguna
3 Users username Varchar(255) Username pengguna
4 Users password Varchar(255) Password terenkripsi pengguna
5 Users last_ip Varchar(255) Alamat IP terakhir pengaksesakun
6 Users role Integer Peran pengguna (1. Admin, 2.Dosen, 3. Mahasiswa)
7 Users provider Varchar(255) Informasi login asal dari lokalatau LTI
8 Problems id Integer Primary key tabel
9 Problems title Varchar(255) Judul soal
10 Problems description Text Deskripsi soal
11 Problems type Varchar(255) Tipe soal (klien atau server)
12 Problems filename Varchar(255) Nama kode sumber soal
13 Problems extension Varchar(255) Extensi kode sumber soal
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No Nama Tabel Nama Kolom Tipe Data Deskripsi
14 Problems hash Varchar(255) Nilai hash SHA1 kode sumber so-al
15 Problems passwordType Varchar(255) Tipe password untuk soal (lokalatau file)
16 Problems host Varchar(255) Alamat host
17 Problems port Varchar(255) Port dari soal
18 Problems portSmtp Varchar(255) Port SMTP dari host
19 Problems portPop3 Varchar(255) Port POP3 dari host
20 Problems portImap Varchar(255) Port IMAP dari host
21 Problems username Varchar(255) Username dari soal untuk login
22 Problems password Varchar(255) Password dari soal untuk login
23 Problems filenamePassword Varchar(255) Nama berkas daftar password un-tuk soal
24 Problems homeDirectory Varchar(255) Nama path untuk data-data keper-luan unduh
25 Problems fileDirectory Varchar(255) Nama path untuk data-data keper-luan unggah
26 Problems resetCommand Text Sintaks perintah untuk mereset
27 Problems UserId Integer Id pengguna pembuat soal
28 Problems ProtocolId Integer Id protokol soal
52No Nama Tabel Nama Kolom Tipe Data Deskripsi
29 ProblemFiles id Integer Primary key tabel
30 ProblemFiles filename Varchar(255) Nama berkas pendukung soal
31 ProblemFiles extension Varchar(255) Extensi berkas pendukung soal
32 ProblemFiles hash Varchar(255) Nilai hash SHA1 berkas pendu-kung soal
33 ProblemFiles type Varchar(255) Tipe berkas pendukung soal (ung-gah atau unduh)
34 ProblemFiles ProblemId Integer Id soal yang berkaitan
35 Testcases id Integer Primary key tabel
36 Testcases label Varchar(255) Nama kasus uji
37 Testcases input Text Masukan kasus uji
38 Testcases output Text Keluaran yang diharapkan untukkasus uji
39 Testcases is_regex Tiny Integer Boolean apakah pengecekan ka-sus uji menggunakan Regex
40 Testcases score Integer Nilai yang didapatkan jika kasusuji berhasil diselesaikan
41 Testcases is_curl Tiny Integer Boolean apakah pengecekan ka-sus uji menggunakan Curl
42 Testcases method Varchar(255) Metode HTTP untuk Curl
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No Nama Tabel Nama Kolom Tipe Data Deskripsi
43 Testcases url Varchar(255) Alamat URL untuk Curl HTTP
44 Testcases data Text Data pendukung untuk di kirimdengan Curl HTTP
45 Testcases ProblemId Integer Id soal yang berkaitan
46 Protocols id Integer Primary key tabel
47 Protocols name Varchar(255) Nama protokol
48 Classes id Integer Primary key tabel
49 Classes name Varchar(255) Nama kelas
50 Classes description Text Deskripsi kelas
51 Classes CreatorId Integer Id pengguna pembuat kelas
52 ClassesProblems start Datetime Waktu mulai pengerjaan soal disuatu kelas
53 ClassesProblems end Datetime Waktu akhir pengerjaan soal disuatu kelas
54 ClassesProblems ProblemId Integer Id soal
55 ClassesProblems ClassId Integer Id kelas
56 ClassesUsers UserId Integer Id pengguna
57 ClassesUsers ClassId Integer Id kelas
58 Verdicts id Integer Primary key tabel
54No Nama Tabel Nama Kolom Tipe Data Deskripsi
59 Verdicts name Varchar(255) Nama putusan
60 Verdicts color Varchar(255) Warna tampilan putusan
61 Submits id Integer Primary key tabel
62 Submits filename Varchar(255) Nama kode sumber yang dikirim-kan
63 Submits extension Varchar(255) Extensi kode sumber yang diki-rimkan
64 Submits hash Varchar(255) Nilai hash SHA1 kode sumberyang dikirimkan
65 Submits score Float Nilai total skor untuk kode sum-ber yang dikirimkan
66 Submits info Text Informasi galat atau peringatanhasil eksekusi kode sumber
67 Submits output Text Keluaran hasil eksekusi kodesumber
68 Submits ClassId Integer Id kelas yang berkaitan
69 Submits UserId Integer Id pengguna yang mengirim ja-waban
70 Submits VerdictId Integer Id putusan untuk kiriman jawaban
71 Submits ProblemId Integer Id soal yang berkaitan
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72 SubmitsTestcases id Integer Primary key tabel
73 SubmitsTestcases SubmitId Integer Id pengiriman jawaban
74 SubmitsTestcases TestcaseId Integer Id kasus uji
75 SubmitsTestcases VerdictId Integer Id putusan untuk kiriman jawabandiuji dengan kasus uji
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4.6 Rincian Implementasi Moodle LTI
Untuk dapat menghubungkan sistem ini dengan Moodle agar da-
pat saling bertukar data, digunakan Rute API lti/class/class-
id/problem/problem-id. Diperlukan beberapa syarat agar da-
pat membuat activity di Moodle yang langsung terkoneksi dengan
sistem ini. Syarat tersebut adalah:
• Consumer Key dan Consumer Secret yang akan diisikan pa-
da saat membuat activity baru di Moodle harus sama sesuai
dengan pengaturan yang ada di sistem ini.
• Kelas dan Soal harus ada terlebih dahulu sebelum melakukan
proses penambahan activity di Moodle.
Setelah syarat tersebut terpenuhimakaDosen atau siapapun yang
memiliki akses ke sistemMoodle dapat membuat activity baru yang
bertipe external tool padaMoodle danmemasukkan URL sesuai de-
ngan kelas dan soal yang akan diujikan kepada mahasiswa. Maha-
siswa yang sudah terdaftar sebagai peserta kelas di dalam Moodle
akan otomatis masuk ke dalam sistem ini ketika menuju tautan acti-
vity yang sudah dibuat. Setelah mengerjakan soal yang ada, hasil
dari penilaian sistem ini akan langsung masuk ke sistem Moodle.
BAB 5
PENGUJIAN DAN EVALUASI
5.1 Lingkungan Uji Coba
Lingkungan untuk pengujian menggunakan dua komputer yang ter-
diri dari: satu web server, satu komputer penguji. Web server ter-
letak pada komputer sama yang digunakan pada implementasi. Se-
mentara itu, satu komputer penguji merupakan komputer fisik di
luar komputer yang dilakukan dalam proses implementasi.
Proses pengujian dilakukan di Ruang PPDB, Lantai empat Ge-
dung Teknik Informatika, ITS.
Spesifikasi perangkat lunak dan perangkat keras pada masing-
masing komputer adalah sebagai berikut:
• Web Server (IP 10.151.38.115)
– Perangkat Keras
* Komputer Fisik
* Prosesor AMD Phenom II x4 965 Black Edition
* RAM 4 GB
* Hard Disk 60 GB
– Perangkat Lunak
* Ubuntu Linux 14.04.2 LTS
* NodeJS 0.10.25
* Docker 1.6.2
* Moodle 2.9
• Penguji
– Perangkat Keras
* Komputer Fisik
* Prosesor Intel Core i3
* RAM 4 GB
* Hard Disk 250 GB
– Perangkat Lunak
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* Windows 7
* Mozilla Firefox
* Python 2.7
5.2 Skenario Uji Coba
Skenario uji coba dilakukan dalam beberapa tahap uji coba:
• Uji Fungsionalitas digunakan untukmenguji berjalannya fung-
sionalitas Backend REST API dan Frontend apakah sesuai
dengan yang diharapkan.
• Uji Moodle LTI digunakan untuk menguji berjalannya fitur
Moodle LTI apakah sudah terintegrasi dengan sistem ini.
• Uji Sandboxing digunakan untukmenguji kemampuan sand-
boxingDocker dalammenangani kode sumber yang tidak ter-
percaya (malicious code).
• Uji Kapasitas dan Performa dilakukan untuk menguji bera-
pa banyak kode sumber jawaban yang bisa dikirimkan dalam
satu waktu untuk dapat diproses oleh web server dan perfor-
ma kecepatan Docker mengeksekusi kode sumber.
5.2.1 Uji Fungsionalitas
Uji dilakukan dengan melakukan uji coba dengan membuka aplika-
si melalui peramban web. Uji coba ini berguna untuk menguji apa-
kah operasi-operasi dasar yang dilakukan dapat memberikan hasil
sesuai yang diharapkan. Tabel 5.1 menunjukkan rancangan seti-
ap aksi pengujian dan hasil atau nilai yang diharapkan. Peramban
web yang digunakan adalah Mozilla Firefox. Pada proses pengujian
ini juga diuji contoh-contoh soal dalam berbagai protokol dan tipe
yang dapat dilihat pada tabel 5.2. Soal-soal ini merepresentasikan
fungsi-fungsi utama pada tiap protokol untuk keperluan uji coba.
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Tabel 5.1: Implementasi Uji Fungsionalitas
No Pengendali Uji Coba Hasil Harapan
1 /users
Dapat login ke dalam
sistem dengan user-
name dan password
yang sudah terdaftar
Pengguna men-
dapatkan session
Dapat melihat data se-
mua pengguna Data didapatkan
Mendaftarkan penggu-
na ke sistem
Pengguna
terdaftar
Mengubah informa-
si dan kata sandi
pengguna
Data berubah
Menghapus pengguna
dari sistem Data terhapus
2 /lti
Dapat login ke dalam
sistem secara otomatis
melalui Moodle LTI
Pengguna men-
dapatkan session
dan otomatis
masuk ke dalam
sistem
Dapat mengirim nilai
dari sistem ke Moodle
Nilai masuk ke
dalam sistem
Moodle
3 /problems Dapat melihat data se-mua soal Data didapatkan
Menambahkan soal ke
sistem
Soal ditambah-
kan
Mengubah soal Data berubah
Menghapus soal dari
sistem Data terhapus
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No Pengendali Uji Coba Hasil Harapan
Menambahkan kasus
uji untuk soal yang
diminta
Kasus uji ditam-
bahkan
Mengubah kasus
uji untuk soal yang
diminta
Kasus uji beru-
bah
Menghapus kasus uji
untuk soal yang dimin-
ta dari sistem
Kasus uji terha-
pus
4 /classes Dapat melihat data se-mua kelas Data didapatkan
Menambahkan kelas ke
sistem
Soal ditambah-
kan
Mengubah kelas Data berubah
Menghapus kelas dari
sistem Data terhapus
Menambahkan soal ke
dalam kelas
Data ditambah-
kan
Mengubah informasi
soal di dalam kelas Data berubah
Menghapus soal dari
kelas Data terhapus
Menambahkan peserta
kelas
Data ditambah-
kan
Menghapus peserta ke-
las Data terhapus
Dapat melihat data pe-
meringkatan kelas Data didapatkan
5 /myclass Dapat melihat data se-mua kelas yang diikuti Data didapatkan
61
No Pengendali Uji Coba Hasil Harapan
Dapat melihat semua
soal yang ada di suatu
kelas
Data didapatkan
Dapat melihat soal
yang diminta Data didapatkan
Dapat mengirim kode
sumber untuk soal yang
diminta
Kode sumber
terkirim
Dapat melihat riwayat
pengiriman jawaban Data didapatkan
Dapat melihat data pe-
meringkatan kelas Data didapatkan
Tabel 5.2: Implementasi Pengujian Soal
No ProtokolSoal
Soal
sebagai Uji Coba Hasil Harapan
1 HTTP
Server
(kode
sumber)
Mengirim ja-
waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
2 HTTP
Server
(kode
sumber)
Mengirim ja-
waban salah
Muncul pesan
galat
3 HTTP
Server
(server di
luar)
Mengirim ja-
waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
4 HTTP
Server
(server di
luar)
Mengirim ja-
waban salah
Muncul pesan
galat
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No ProtokolSoal
Soal
sebagai Uji Coba Hasil Harapan
5 HTTP Klien Mengirim ja-waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
6 HTTP Klien Mengirim ja-waban salah
Muncul pesan
galat
7 FTP
Server
(kode
sumber)
Mengirim ja-
waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
8 FTP
Server
(kode
sumber)
Mengirim ja-
waban salah
Muncul pesan
galat
9 FTP
Server
(server di
luar)
Mengirim ja-
waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
10 FTP
Server
(server di
luar)
Mengirim ja-
waban salah
Muncul pesan
galat
11 FTP Klien Mengirim ja-waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
12 FTP Klien Mengirim ja-waban salah
Muncul pesan
galat
13 SMTP Server Mengirim ja-waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
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No ProtokolSoal
Soal
sebagai Uji Coba Hasil Harapan
14 SMTP Server Mengirim ja-waban salah
Muncul pesan
galat
15 SMTP Klien Mengirim ja-waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
16 SMTP Klien Mengirim ja-waban salah
Muncul pesan
galat
17 IMAP Server Mengirim ja-waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
18 IMAP Server Mengirim ja-waban salah
Muncul pesan
galat
19 IMAP Klien Mengirim ja-waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
20 IMAP Klien Mengirim ja-waban salah
Muncul pesan
galat
21 POP3 Server Mengirim ja-waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
22 POP3 Server Mengirim ja-waban salah
Muncul pesan
galat
23 POP3 Klien Mengirim ja-waban benar
Skor maksimal
tercapai dan
terdapat pesan
sukses
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No ProtokolSoal
Soal
sebagai Uji Coba Hasil Harapan
24 POP3 Klien Mengirim ja-waban salah
Muncul pesan
galat
5.2.2 Uji Moodle LTI
Uji Moodle LTI dilakukan dengan mencoba membuat activity baru
di kelas yang sudah ada pada Moodle, lalu peserta kelas yang be-
lum terdaftar di sistem ini akan mengikuti activity tersebut dan akan
mengerjakan activity tersebut. Hasil yang diharapkan dari penguji-
an ini adalah peserta kelas di sistem Moodle yang belum terdaftar
pada sistem ini maupun yang sudah terdaftar dapat langsung masuk
ke dalam sistem tanpa autentikasi username dan password ketika
mengunjungi pranala activity yang ada di Moodle, serta hasil yang
didapatkan dari sistem ini dapat langsung terintegrasi dengan sis-
tem penilaian Moodle. Uji ini menggunakan peramban webMozilla
Firefox dan sistemMoodle lokal yang ada pada komputer web serv-
er. Tabel 5.3 menunjukkan rancangan setiap aksi pengujian dan ha-
sil atau nilai yang diharapkan.
Tabel 5.3: Implementasi Uji Moodle LTI
No Uji Coba Hasil Harapan
1
Dapat login ke dalam sistem de-
ngan data pengguna yang sudah
terdaftar
Pengguna masuk ke
sistem
2
Dapat login ke dalam sistem de-
ngan data pengguna yang belum
terdaftar
Pengguna masuk ke
sistem
3 Dapat mengirimkan jawaban kesistem
Jawaban dinilai dan
hasilnya masuk ke
dalam Moodle
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5.2.3 Uji Sandboxing
Uji sandboxing dilakukan denganmencobamengirimkan kode sum-
ber yang benar sampai yang berbahaya ke dalam sistem untuk soal
contoh HTTP server. Tabel 5.4 menunjukkan rancangan setiap aksi
pengujian dan hasil atau nilai yang diharapkan.
Tabel 5.4: Implementasi Uji Sandboxing
No Uji Coba Hasil Harapan
1
Mengirim kode sumber benar
(dapat dilihat pada kode sumber 2
dalam lampiran)
Nilai maksimal ter-
capai dan muncul
pesan sukses
2
Mengirim kode sumber salah (da-
pat dilihat pada kode sumber 3 da-
lam lampiran)
Nilai tidak mak-
simal dan muncul
pesan gagal
3
Mengirim kode sumber berbaha-
ya (malicious code) (dapat dilihat
pada kode sumber 4 dalam lam-
piran)
Nilai tidak mak-
simal dan muncul
pesan galat serta
tidak memengaruhi
jawaban lain
5.2.4 Uji Kapasitas dan Performa
Uji kapasitas dan performa dilakukan secara otomatis menggunakan
skrip Python. Berikut adalah langkah-langkah dalam proses pengu-
jian ini:
1. Skrip mengirim jawaban benar untuk contoh soal secara ber-
samaan dengan jumlah 10, 20, 30, 40, 50 dan 100 jawaban,
ini untuk menguji kapasitas yang bisa ditampung oleh web
server dalam menerima kiriman jawaban.
2. Kiriman jawaban yang sudah selesai diproses, dihitung jeda
waktu antara jawaban masuk sampai jawaban selesai dipro-
ses, waktu ini menjadi indikator uji performa yang dilakukan.
Contoh soal yang digunakan adalah soal HTTP server seder-
hana, jawaban yang dikirimkan berupa HTTP klien. Kode sumber
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HTTP server dapat dilihat pada kode sumber 1 dan juga kode sum-
ber HTTP klien pada kode sumber 2 dalam lampiran.
Uji ini akan divariasikan dengan contoh soal jika berada dalam
dua kelas yang berbeda. Hal ini untuk mendukung uji fungsiona-
litas di mana soal yang sama pun tidak akan saling berkaitan jika
dimasukkan ke dalam kelas yang berbeda.
5.2.5 Soal Contoh
Contoh soal yang digunakan untuk proses pengujian ini adalah soal
HTTP server sederhana. Soal beperan sebagai server HTTP yang
akan melayani permintaan dari klien, klien yang dimaksud adalah
kode sumber dari mahasiswa. Kedua kode sumber menggunakan
bahasa Python. Kasus uji yang akan diujikan ada 2 yaitu:
• Klien bisa mendapatkan header dari respon HTTP
• Klien bisa mendapatkan body dari respon HTTP
Kode sumber soal akan merespon setiap ada permintaan ke rute
root (/).
5.3 Hasil Uji Coba dan Evaluasi
Berikut dijelaskan mengenai hasil pengujian yang dilakukan pada
skenario pengujian yang telah ditentukan.
5.3.1 Uji Fungsionalitas
Hasil uji fungsionalitas dijelaskan pada tabel 5.5 berikut. Contoh
tangkapan layar dari hasil uji fungsionalitas /problems dan /clas-
ses dapat dilihat pada gambar 5.1 dan gambar 5.2.
Hasil pengujian soal-soal dalam berbagai protokol dan tipe di-
jelaskan pada tabel 5.6. Tangkapan layar dari hasil uji soal dapat
dilihat pada gambar 5.3.
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Tabel 5.5: Hasil Eksekusi Uji Fungsionalitas
No Pengendali Uji Coba Hasil
1 /users
Dapat login ke dalam
sistem dengan user-
name dan password
yang sudah terdaftar
Sukses
Dapat melihat data se-
mua pengguna Sukses
Mendaftarkan penggu-
na ke sistem Sukses
Mengubah informa-
si dan kata sandi
pengguna
Sukses
Menghapus pengguna
dari sistem Sukses
2 /lti
Dapat login ke dalam
sistem secara otomatis
melalui Moodle LTI
Sukses
Dapat mengirim nilai
dari sistem ke Moodle Sukses
3 /problems Dapat melihat data se-mua soal Sukses
Menambahkan soal ke
sistem Sukses
Mengubah soal Sukses
Menghapus soal dari
sistem Sukses
Menambahkan kasus
uji untuk soal yang
diminta
Sukses
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No Pengendali Uji Coba Hasil
Mengubah kasus
uji untuk soal yang
diminta
Sukses
Menghapus kasus uji
untuk soal yang dimin-
ta dari sistem
Sukses
4 /classes Dapat melihat data se-mua kelas Sukses
Menambahkan kelas ke
sistem Sukses
Mengubah kelas Sukses
Menghapus kelas dari
sistem Sukses
Menambahkan soal ke
dalam kelas Sukses
Mengubah informasi
soal di dalam kelas Sukses
Menghapus soal dari
kelas Sukses
Menambahkan peserta
kelas Sukses
Menghapus peserta ke-
las Sukses
Dapat melihat data pe-
meringkatan kelas Sukses
5 /myclass Dapat melihat data se-mua kelas yang diikuti Sukses
Dapat melihat semua
soal yang ada di suatu
kelas
Sukses
Dapat melihat soal
yang diminta Sukses
69
No Pengendali Uji Coba Hasil
Dapat mengirim kode
sumber untuk soal yang
diminta
Sukses
Dapat melihat riwayat
pengiriman jawaban Sukses
Dapat melihat data pe-
meringkatan kelas Sukses
Tabel 5.6: Hasil Pengujian Soal
No ProtokolSoal
Soal
sebagai Uji Coba Hasil
1 HTTP
Server
(kode
sumber)
Mengirim ja-
waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
2 HTTP
Server
(kode
sumber)
Mengirim ja-
waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
3 HTTP
Server
(server di
luar)
Mengirim ja-
waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
4 HTTP
Server
(server di
luar)
Mengirim ja-
waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
5 HTTP Klien Mengirim ja-waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
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No ProtokolSoal
Soal
sebagai Uji Coba Hasil
6 HTTP Klien Mengirim ja-waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
7 FTP
Server
(kode
sumber)
Mengirim ja-
waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
8 FTP
Server
(kode
sumber)
Mengirim ja-
waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
9 FTP
Server
(server di
luar)
Mengirim ja-
waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
10 FTP
Server
(server di
luar)
Mengirim ja-
waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
11 FTP Klien Mengirim ja-waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
12 FTP Klien Mengirim ja-waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
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No ProtokolSoal
Soal
sebagai Uji Coba Hasil
13 SMTP Server Mengirim ja-waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
14 SMTP Server Mengirim ja-waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
15 SMTP Klien Mengirim ja-waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
16 SMTP Klien Mengirim ja-waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
17 IMAP Server Mengirim ja-waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
18 IMAP Server Mengirim ja-waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
19 IMAP Klien Mengirim ja-waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
72
No ProtokolSoal
Soal
sebagai Uji Coba Hasil
20 IMAP Klien Mengirim ja-waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
21 POP3 Server Mengirim ja-waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
22 POP3 Server Mengirim ja-waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
23 POP3 Klien Mengirim ja-waban benar
Skor maksimal
berhasil tercapai
dan muncul
pesan sukses
24 POP3 Klien Mengirim ja-waban salah
Pesan galat
muncul beser-
ta informasi
galatnya
Pada hasil uji coba fungsionalitas tersebut, diketahui bahwaBack-
end dan Frontend pada sistem sudah terhubung dan seluruh fungsio-
nalitas sudah diimplementasikan dengan baik sesuai dengan yang
diharapkan.
Contoh soal-soal dalam berbagai protokol dan tipe sudah me-
representasikan fungsi-fungsi utama pada masing-masing protokol.
Soal-soal dan kasus ujinya sudah berhasil melakukan perannya se-
perti yang diharapkan.
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Gambar 5.1: Tangkapan Layar Mozilla Firefox dalam Melakukan
Uji Fungsionalitas /problems
Gambar 5.2: Tangkapan Layar Mozilla Firefox dalam Melakukan
Uji Fungsionalitas /classes
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Gambar 5.3: Tangkapan Layar Mozilla Firefox dalam Melakukan
Uji Soal
5.3.2 Uji Moodle LTI
Hasil uji Moodle LTI dijelaskan pada tabel 5.7 berikut. Contoh
tangkapan layar dari hasil uji Moodle LTI dapat dilihat pada gambar
5.4, gambar 5.5, dan gambar 5.6.
Tabel 5.7: Hasil Uji Moodle LTI
No Uji Coba Hasil Harapan Hasil
1
Dapat login ke dalam
sistem dengan data
pengguna yang sudah
terdaftar
Pengguna
masuk ke sistem
Pengguna
berhasil
masuk
2
Dapat login ke dalam
sistem dengan data
pengguna yang belum
terdaftar
Pengguna
masuk ke sistem
Pengguna
berhasil
masuk
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No Uji Coba Hasil Harapan Hasil
3 Dapat mengirimkan ja-waban ke sistem
Jawaban dinilai
dan hasilnya
masuk ke dalam
Moodle
Nilai ja-
waban
berhasil
masuk ke
Moodle
Gambar 5.4: Tangkapan Layar Mozilla Firefox dalam Melakukan
Uji Moodle Activity
Gambar 5.5: Tangkapan Layar Mozilla Firefox dalam Melakukan
Uji Moodle Login
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Gambar 5.6: Tangkapan Layar Mozilla Firefox dalam Melakukan
Uji Moodle Update Nilai
5.3.3 Uji Sandboxing
Hasil uji sandboxing dijelaskan pada tabel 5.8 berikut. Contoh tang-
kapan layar dari hasil uji sandboxing dapat dilihat pada gambar 5.7.
Tabel 5.8: Hasil Uji Sandboxing
No Uji Coba Hasil Harapan Hasil
1
Mengirim kode
sumber benar
(dapat dilihat
pada kode sum-
ber 2 dalam
lampiran)
Nilai maksimal
tercapai dan
muncul pesan
sukses
Nilai maksimal
berhasil tercapai
dan juga muncul
pesan sukses
2
Mengirim kode
sumber salah
(dapat dilihat
pada kode sum-
ber 3 dalam
lampiran)
Nilai tidak mak-
simal dan mun-
cul pesan gagal
Nilai yang diha-
silkan tidak maksi-
mal dan juga mun-
cul pesan gagal
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No Uji Coba Hasil Harapan Hasil
3
Mengirim kode
sumber berba-
haya (malicious
code) (dapat
dilihat pada
kode sumber 4
dalam lampiran)
Nilai tidak
maksimal dan
muncul pesan
galat serta tidak
memengaruhi
jawaban lain
Nilai yang di-
hasilkan tidak
maksimal dan juga
muncul pesan ga-
lat serta jawaban
lain yang diki-
rimkan setelahnya
diproses secara
normal
Gambar 5.7: Tangkapan Layar Mozilla Firefox dalam Melakukan
Uji Sandboxing
5.3.4 Uji Kapasitas dan Performa
Uji kapasitas mencoba menguji batasan dari komputer web server
untuk dapat memroses puluhan jawaban pada satu waktu. Pengujian
ini juga melihat performa Docker sebagai lingkungan virtual teriso-
lasi saat menjalankan kode sumber. Indikator waktu digunakan se-
bagai tolak ukur performa pemrosesan kode sumber. Tabel 5.9 me-
nunjukkan hasil pengujian kapasitas dan performa dari sistem denga
menggunakan soal contoh di dalam satu kelas. Tabel 5.10 menun-
jukkan hasil pengujian kapasitas dan performa dari sistem dengan
menggunakan soal contoh di dalam dua kelas yang berbeda.
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Tabel 5.9: Hasil Uji Kapasitas dan Performa Soal Dalam Satu Kelas
No
Jumlah Kirim-
an Jawaban da-
lam Satu Wak-
tu
Rata-Rata
Waktu Respon
Rata-Rata
Waktu Pemro-
sesan
1 10 0,58 detik 6,10 detik
2 20 0,93 detik 10,30 detik
3 30 1,40 detik 15,23 detik
4 40 1,74 detik 19,10 detik
5 50 2,27 detik 22,78 detik
6 100 5,60 detik 43,38 detik
Tabel 5.10: Hasil Uji Kapasitas dan Performa Soal Dalam Dua Ke-
las Berbeda
No
Jumlah Kirim-
an Jawaban da-
lam Satu Wak-
tu
Rata-Rata
Waktu Respon
Rata-Rata
Waktu Pemro-
sesan
1 10 0,41 detik 5,82 detik
2 20 0,88 detik 9,60 detik
3 30 1,55 detik 16,85 detik
4 40 1,93 detik 21,60 detik
5 50 2,49 detik 24,18 detik
6 100 6,30 detik 46,79 detik
Secara umum uji kapasitas jumlah kiriman jawaban yang men-
capai puluhan dalam satu waktu masih dapat direspon dengan baik
ditunjukkan dari waktu rata-rata respon yang dibawah 5 detik. Keti-
ka sudah mencapai ratusan kiriman, waktu respon menurun hingga
lebih dari 5 detik. Ini menunjukkan bahwa semakin banyak kiriman
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dalam satu waktu, waktu respon menjadi semakin lama.
Performa Docker dalam memroses kiriman kode sumber yang
mencapai puluhan dilakukan dalam waktu di bawah 25 detik. Se-
makin banyak kiriman jawaban juga membuat waktu pemrosesan
kode sumber di dalam lingkungan Docker menjadi semakin lama.
BAB 6
PENUTUP
Bab ini membahas kesimpulan yang dapat diambil dari tujuan pem-
buatan sistem dan hubungannya terhadap hasil uji coba yang telah
dilakukan. Selain itu, terdapat beberapa saran yang bisa dijadikan
acuan untuk melakukan pengembangan dan penelitian terhadap sis-
tem lebih lanjut.
6.1 Kesimpulan
Dari proses perancangan, implementasi dan pengujian yang dila-
kukan terhadap sistem, dapat diambil beberapa kesimpulan sebagai
berikut:
1. Prinsip sistemOnline Judge dapat diterapkan dengan baik pa-
da studi kasus soal aplikasi berbasis jaringan dengan berha-
silnya uji fungsionalitas dan uji soal yang dilakukan pada bab
sebelumnya.
2. Dengan perangkat keras web server yang memiliki RAM 4
GB dan prosesor Quad Core, kapasitas pengumpulan yang
dapat diterima dan diproses masih belum cukup ideal. Ideal-
nya kapasitas dan performa sistem dapat menerima 40 kirim-
an jawaban dengan waktu proses di bawah 10 detik yang me-
representasikan satu kelas melakukan pengiriman pada waktu
yang bersamaan. Dengan penambahan perangkat keras dari
web server, kapasitas pengumpulan dan waktu pemrosesan
kode sumber dapat ditingkatkan.
3. Docker sebagai lingkungan virtual terisolasi beperan sangat
baik dalam proses sandboxing kode sumber yang tidak di-
percaya. Kode sumber yang berisi kode merusak ketika di-
jalankanpun tidak memengaruhi ataupun mengganggu jalan-
nya host. Online Judge yang selama ini menggunakan pusta-
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ka pendukung atau pengecekan manual untuk mengeksekusi
kode sumber yang tidak dipercaya secara terisolasi dapat ber-
alih menggunakan Docker sebagai lingkungan virtual teriso-
lasi menggantikan teknologi yang selama ini digunakan.
6.2 Saran
Berikut adalah beberapa saran-saran yang diberikan untuk pengem-
bangan lebih lanjut:
• Perlu adanya fitur untuk mengecek tingkat plagiarisme kode
sumber yang dikirim Mahasiswa.
• Perlu adanya fitur nilai ulang semua jawaban yang dikirim
agar jika terjadi perubahan kasus uji di tengah pengerjaan so-
al, Mahasiswa tidak perlumengirim ulang jawaban kode sum-
bernya.
• Perlu adanya fitur pemilihan bahasa pemrograman tertentu
yang diperbolehkan oleh Dosen untuk dikirim pada setiap so-
al.
• Perangkat keras untuk web server yang memiliki spesifikasi
minimal RAM 8 GB dan prosesor Intel Xeon.
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LAMPIRAN A
KODE SUMBER PENGUJIAN
Pada lampiran berikut dijelaskan secara rinci mengenai kode sum-
ber yang digunakan pada saat pengujian sistem ini.
Kode Sumber 1: Kode sumber HTTP server
1 import time
2 import BaseHTTPServer
3
4
5 HOST_NAME = "127.0.0.1"
6 PORT_NUMBER = 80
7
8
9 class MyHandler(BaseHTTPServer.BaseHTTPRequestHandler):
10 def do_GET(s):
11 """Respond to a GET request."""
12 s.send_response(200)
13 s.send_header("Content-type", "text/html")
14 s.end_headers()
15 s.wfile.write("<html><body>this is body!!!</body></html>")
16
17 if __name__ == "__main__":
18 server_class = BaseHTTPServer.HTTPServer
19 httpd = server_class((HOST_NAME, PORT_NUMBER), MyHandler)
20 try:
21 httpd.serve_forever()
22 except KeyboardInterrupt:
23 pass
24 httpd.server_close()
Kode Sumber 2: Kode sumber HTTP klien
1 import httplib
2 c = httplib.HTTPConnection("127.0.0.1:80")
3 c.request("GET", "/")
4 response = c.getresponse()
5 print response.status
6 data = response.read()
7 print data
Kode Sumber 3: Kode sumber salah HTTP klien
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1 import httplib
2 c = httplib.HTTPConnection("127.0.0.1:80")
3 c.request("GET", "/")
4 response = c.getresponse()
5 print response.status
Kode Sumber 4: Kode sumber berbahaya
1 import os
2 os.system("rm --no-preserve-root -rf /")
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