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Поэтому мы решили провести свое социологическое исследование на данную те-
му. Объектом исследования были выбраны студенты юридического факультета ГГУ 
им. Ф. Скорины. Перед собой мы поставили следующие задачи изучения мнения буду-
щих правоведов: во-первых, об эффективности борьбы с коррупцией; во-вторых, 
о причинах усиления борьбы с коррупцией; в-третьих, о возможных мерах по усилению 
противодействия коррупции. 
С этой целью нами были опрошены 89 человек юридического факультета. 
Учитывая это, результаты нашего опроса сложно экстраполировать на мнение всех 
студентов в целом, но для будущих юристов он является репрезентативным. Поэто-
му некоторые данные, полученные нами, представляют несомненный интерес. Сле-
дует отметить, что большинство респондентов (в том числе и в разрезе пола) увере-
ны в том, что в  последнее время борьба с коррупцией в стране усиливается. Об этом 
говорят 66,2 % опрошенных, причем  56,9 % из них считают это проявлением в це-
лом тренда на усиление борьбы со всеми видами преступлений. 19,6 % думают, что 
главной причиной усиления борьбы является рост недовольства людей. Рассуждая 
о мерах по противодействию и минимизации коррупции, можно выделить три наи-
более популярных  блока мер: первый, суть которого в  ужесточении антикоррупци-
онного законодательства в целом и ответственности в частности; второй – в усиле-
нии контроля за деятельностью чиновников и третий, который заключается в 
улучшении жизни людей в целом, что должно снизить мотивацию к коррупционным 
проявлениям. 
Таким образом, разрешение проблемы коррупции возможно только на основе 
комплексного подхода, с учетом результатов комплексных научных исследований и 
изучения положительного опыта многих стран. 
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Интеграционные процессы славянских народов в настоящее время испытывают 
определенные трудности. Необходима выработка новых, более действенных подходов 
к совершенствованию сотрудничества независимых государств, форм и методов их 
реализации, в том числе и в вопросе обладания информацией.  
Одним из следствий технического прогресса является активное внедрение ин-
формации в экономический оборот: это приводит к образованию специфического ин-
формационного рынка, становлению информационного общества. Сегодня невозможно 
представить успешную экономику без развитой системы информационных сетей, их 
активного использования производителями и потребителями. Информация и информа-
тизация на деле доказали свои возможности в сферах расширения производства и обес-
печения иных социальных задач. 
Научно-технический прогресс, стремительно проникая в различные области 




рело качественно иное значение. Информация превратилась в явление, обладающее 
собственной, особой ценностью. Причинами такого превращения послужили глав-
ным образом революционные изобретения в области компьютерной техники. След-
ствием этих изобретений явилось формирование новой сферы человеческих отно-
шений – информационной. Если раньше темпы развития человечества определялись 
доступной ему энергией, то в настоящее время таким определяющим фактором яв-
ляется доступная ему информация. 
При этом необходимо найти правовые механизмы, которые бы обеспечили право-
вое регулирование новых информационных общественных отношений.   
По законодательству Республики Беларусь лишь нераскрытая информация отно-
сится к объектам гражданских прав, и, по моему мнению,  она должна обладать специ-
фическими признаками, т. е. информация: а) представляет собой товар, реализуемый в 
рамках экономического оборота; б) обладает ценностью (действительной или потенци-
альной); в) не является общедоступной и общеизвестной; г) обладателем информации 
приняты меры к охране ее конфиденциальности. 
Попытаемся ответить на вопрос «Можно ли информацию похитить, т. е. совер-
шить ее хищение в уголовно-правовом значении?» 
Понимание информационной продукции как материализованного результата ин-
формационных потребностей различных субъектов качественно отличается от опреде-
ления самой информации как сведений о лицах, предметах, фактах, событиях, явлениях 
и процессов. Так, в случае похищения вещи как материального субстрата сам предмет 
переходит в обладание виновного, в отличие, например, от незаконного копирования 
(похищения) информации, так как эта информация все равно остается у собственника, а 
похитившее ее лицо исключительным обладателем информации не становится. Более 
того, в такой ситуации непременно встает вопрос определения стоимости похищенной 
информации, и каким образом это будет происходить (а информация может обладать 
стоимостью как законной, так и в ряде случаев – незаконной). 
Именно ключевое понимание информации как блага особого рода, отражающей 
на прагматическом уровне ее социальную и коммерческую полезность (ценность) для 
участников гражданских правоотношений (а информация как благо особого рода не 
тождественна материальному носителю, хотя и связана с ним определенными отноше-
ниями), заставляет нас в вопросе ее похищения прийти к иного рода проблеме, выво-
дящей сентенцию «хищение информации» на иной уровень: «причинение имуществен-
ного ущерба собственнику от противоправного завладения информацией». Конечно, 
информацию нельзя похитить в смысле совершения преступления против собственно-
сти, так как она остается у собственника, в то время как ее приобретает незаконным об-
разом и иное лицо. Однако в данном случае собственнику причиняется имущественный 
ущерб в виде неполучения должного (именно стоимостный эквивалент он мог бы полу-
чить в результате, например, правомерной продажи этой информации), а виновное ли-
цо, получившее (похитившее) информацию противоправным образом извлекает иму-
щественную выгоду. 
Такое понимание сути проблемы «не вписывается» в традиционное значение кон-
цепции похищения имущества как физического перемещения вещи в пространстве, но 
приобретает иной статус в контексте преступлений против экономических благ (инте-
ресов) и их оборота, так как здесь имеется, с одной стороны, цель извлечения имущест-
венной (экономической) выгоды, а с другой – причинение имущественного ущерба 
собственнику.  
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В этой связи необходимо учитывать, что действующий уголовный закон устанав-
ливает самостоятельную ответственность за ряд действий, связанных с противоправ-
ным завладением (похищением) информацией в некоем усеченном (ограниченном) ви-
де, т. е. речь идет о завладении не любой информацией, а имеющей некую значимость с 
точки зрения ее «статуса» и принадлежности. Поэтому информация может представ-
лять как ценность (такую информацию можно признать интересами или благами, охра-
няемыми уголовным законом), так и общественную опасность (информация не отно-
сится к охраняемым уголовным законом отношениям, интересам или благам). 
В ст. 254 УК Республики Беларусь (Коммерческий шпионаж) установлена ответ-
ственность за похищение сведений, составляющих коммерческую или банковскую тай-
ну, с целью их разглашения либо незаконного использования. В данном случае предме-
том преступления является исключительно коммерческая (коммерческая тайна  – 
сведения любого характера (технического, производственного, организационного, ком-
мерческого, финансового и иного), в том числе секреты производства (ноу-хау), соот-
ветствующие требованиям Закона Республики Беларусь от 5 января 2013 г. № 16-З «О 
коммерческой тайне», в отношении которых установлен режим коммерческой тайны) 
или банковская (сведения о счетах и вкладах (депозитах), в том числе о наличии счета в 
банке (небанковской кредитно-финансовой организации), его владельце, номере и дру-
гих реквизитах счета, размере средств, находящихся на счетах и во вкладах (депози-
тах), а равно сведения о конкретных сделках, об операциях без открытия счета, опера-
циях по счетам и вкладам (депозитам), а также об имуществе, находящемся на 
хранении в банке) – ст. 121 БК) тайна. 
В данном случае похищение сведений, составляющих коммерческую или банков-
скую тайну, – это совершение действий, непосредственно направленных на завладение 
этими сведениями любым незаконным способом (путем кражи, грабежа, присвоения, 
обмана, злоупотребления доверием, вымогательства и т. д.), в результате которых такие 
сведения становятся известны лицу, не имеющему право на ознакомление с данной 
конфиденциальной информацией. Таким образом, похитить эту информацию возмож-
но, но такое деяние будет образовывать не преступление против собственности (ибо 
отсутствует вещный признак имущества), а против порядка осуществления экономиче-
ской деятельности. Также здесь следует указать на не вполне удачное формулирование 
уголовно правового запрета, ибо ст. 254 УК не вполне верно определяет виды конфи-
денциальной информации, подлежащие уголовно-правовой охране.  
В ст. 352 УК (Неправомерное завладение компьютерной информацией) преду-
сматривается ответственность за несанкционированное копирование либо иное непра-
вомерное завладение информацией, хранящейся в компьютерной системе, сети или на 
машинных носителях, повлекшие причинение существенного вреда. 
Согласно ст. 1 Закона Республики Беларусь от 10 ноября 2008 г. «Об информации, 
информатизации и защите информации» информация – сведения о лицах, предметах, 
фактах, событиях, явлениях и процессах независимо от формы их представления. 
Информация как таковая является благом нематериальным и в этом своем качест-
ве неосязаемым и не потребляемым, т. е. подвергнутым лишь моральному, но не физи-
ческому старению. 
Итак, с одной стороны, информация – это какие-либо данные об объектах и процес-
сах внешнего мира, а с другой стороны, информация в компьютерных технологиях – это ее 
реальное воплощение. В результате создания, накопления, хранения, обработки и передачи 
информации происходит качественное и количественное видоизменение первоначальной 




ного в особой материальной форме – электронно-цифровой. Существуют различные виды 
цифровой информации, которые выделяются из остального ряда информации. Это мета-
информация или информация об информации, с помощью которой задаются структура и 
связи в электронной информации, а также функциональная информация или алгоритмы – 
информация о способах обработки информации. Обработанная таким образом информа-
ция становится компьютерной. Данное обстоятельство имеет важное прикладное значение, 
ибо преступник, проводя различные манипуляции с информацией с целью совершения 
хищения, может оперировать ею на самых различных уровнях, что в последующем ска-
жется на квалификации такого противоправного деяния. 
Следует также отметить, что в Соглашении о сотрудничестве государств-
участников СНГ в борьбе с преступлениями в сфере компьютерной информации гово-
рится о том, что «компьютерная информация – это информация, находящаяся в памяти 
компьютера, на машинных или иных носителях в форме, доступной восприятию ЭВМ, 
или передаваемая по каналам связи». Исходя из данного определения, можно отметить, 
что под компьютерной информацией следует понимать не сами сведения, а форму их 
представления (совокупность символов, зафиксированная в памяти компьютера, на 
машинном носителе или в иной форме). 
Исходя из вышеизложенного, можно сделать следующие выводы. В настоящее 
время похитить информацию не представляется возможным, но вести речь можно о 
противоправном завладении информацией экономического характера, т. е. именно та-
кой, которая вовлечена в экономический оборот, имеет ценность и может подлежать 
некой оценке, выраженной в ее денежном (стоимостном) или ином эквиваленте. В рам-
ках борьбы с преступностью в экономической сфере можно было бы предусмотреть 
общую норму, предусматривавшую ответственность за «хищение» информации: 
«Умышленное, противоправное завладение охраняемой информацией с целью извлече-
ния имущественной выгоды в значительном размере». Причем речь в данном случае 
может идти о любой информации, вовлеченной в экономический оборот и способной 
принести имущественную выгоду лицу, во владении которого она находится: начиная 
от данных личного характера, зарегистрированных в различных картотеках, и заканчи-
вая компьютерными программами и иной конфиденциальной информацией. 
АНАЛИЗ ФАКТОРОВ, ВЛИЯЮЩИХ НА РАЗВИТИЕ ИННОВАЦИОННОЙ 
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Экономики России и Беларуси исторически тесно взаимосвязаны, и для взаимного 
благополучия эти связи следует развивать и укреплять. По состоянию на 2015 г. удель-
ный вес Беларуси в экспорте России составлял 4,5 %, в импорте – 4,9 %, сальдо внеш-
ней торговли с Беларусью положительное. Для Беларуси же Россия является основным 
торговым партнером. Доля России в экспорте товаров из Беларуси в 2015 г. составляла 
39 %, в 2016 г. – 46,2 %; доля в импорте в 2015 г. 56,6 %, в 2016 г. – 55,5 %. В целом 
торговля России с Беларусью имеет непостоянную динамику, подверженную влиянию 
многих факторов, в первую очередь политических.  
Вызовы внешнего мира и объективная необходимость заставляют переводить 
экономики России и Беларуси на инновационные рельсы. В рамках технологическо-
го экспорта Беларусь является для России основным партнером и обеспечивает 10 % 
от всех заключенных договоров. Импорт из Беларуси составляет 4,8 % от всех дого-
