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Stran namenoma prazna  
 Merjenje skrbi za informacijsko zasebnost med spletnimi uporabniki: sistematičen 
pregled anketnih merskih inštrumentov 
 
Pretekle raziskave o informacijski zasebnosti so prepoznale nekatere težave pri anketnem 
merjenju skrbi za informacijsko zasebnost (SIZ) med spletnimi uporabniki. Slednje večinoma 
zadevajo neenotne konceptualne opredelitve SIZ in odsotnost preverjanja veljavnosti anketnih 
inštrumentov. Da bi razumeli omenjene težave, smo izvedli sistematičen pregled obstoječih 
anketnih vprašalnikov za merjenje SIZ v spletnem okolju. S pomočjo PRISMA pristopa smo 
našli 13 prispevkov, ki vsebujejo 16 anketnih inštrumentov za merjenje SIZ. Rezultati 
kvalitativne analize opredelitev, teorij, razsežnosti in kontekstov ter ocena uporabljenih metod 
za razvoj inštrumentov kažejo, da bi morali raziskovalci pri razvoju anketnih inštrumentov več 
pozornosti posvetiti opredelitvi teoretskega konstrukta SIZ, saj je bilo le pet inštrumentov 
razvitih na podlagi jasnega teoretskega okvira. Rezultati so pokazali tudi na nezadostnost 
uporabljenih metod za določanje in prepoznanje teoretskega konstrukta ter manko preverjanja 
razumljivosti in celovitosti razvitih inštrumentov v ciljni populaciji. Ugotavljamo, da je pri 
nadaljnjem razvoju anketnih inštrumentov za merjenje SIZ potrebna večja teoretska doslednost 
in pogostejša uporaba kvalitativnih metod za preverjanje njihove vsebinske veljavnosti. Jasna 
opredelitev merjenih konceptov lahko izboljša napovedno veljavnost anketnih inštrumentov in 
s tem pripomore k boljšemu razumevanju posledic SIZ na vedenje spletnih uporabnikov. 
Ključne besede: anketni vprašalniki, kakovost merjenja, sistematičen pregled literature, skrb 
za informacijsko zasebnost, spletni uporabniki. 
 
Measuring information privacy concerns among Internet users: a systematic review of 
survey scales 
 
Previous research on information privacy revealed several problems regarding survey 
measurement of information privacy concerns (IPCs) among the Internet users. The discussed 
problems mainly deal with nonuniform conceptualizations and lack of validity testing of the 
developed survey scales. To understand these issues, we performed a systematic literature 
review of the existing survey scales of IPCs in the Internet context. By utilizing the PRISMA 
statement, our search yielded 13 publications with 16 survey scales for IPCs. The results from 
a qualitative analysis of the definitions, theories, dimensionality and contexts, and an evaluation 
of the methods used in scale development show that greater efforts should have been made in 
concept specification when developing the survey scales, as only five scales were developed 
based on a clear theoretical framework. The results also unveiled a lack of adequate methods 
used for the specification and elicitation of the theoretical construct as well as a lack of testing 
the comprehensibility and comprehensiveness of the developed instruments in the target 
population. Based on these findings, greater precision, and theoretical rigor in the development 
of IPC survey scales and a greater use of qualitative methods to assess their content validity are 
necessary. Clearer specification of the measured concepts might improve the predictive validity 
of survey scales as well as help us better understand the effects of IPCs on the behavior of the 
Internet users. 
Keywords: surveys, measurement quality, systematic literature review, information privacy 
concerns, Internet users. 
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1 Uvod 
 
Danes živimo v svetu, v katerem se številni ljudje vsakodnevno srečujejo z uporabo interneta, 
ki je skupaj z računalniki prinesel digitalno revolucijo. Spreminja namreč način dostopa do 
informacij in uvaja številne nove storitve, kot so e-poslovanje, e-bančništvo, e-učenje, spletna 
socialna omrežja, omogoča delo na daljavo ipd. Kljub številnim pozitivnim vidikom interneta 
pa sproža tudi nekatere pomisleke. Eno izmed izredno pomembnih vprašanj je vprašanje 
(informacijske) zasebnosti posameznikov na spletu. Splet je namreč danes zasnovan tako, da 
omogoča zbiranje velikega števila osebnih podatkov o posameznikih in njihovih spletnih 
dejavnostih (van Dijck, 2013), uporaba in prodaja podatkov pa je pri številnih podjetjih postala 
poslovni model (Gomez - Barroso in Feijoo - Gonzales, 2013). Evropska unija je tako leta 2016 
sprejela Splošno uredbo o varstvu podatkov (angl. general data protection regulation [GDPR]) 
z namenom zaščite posameznikove zasebnosti in večjega pregleda nad uporabo osebnih 
podatkov (Bruseljska uredba, 2016)1. Glede na široko uporabo osebnih podatkov in številne 
težave, ki iz tega izhajajo, ni presenetljivo, da je skrb za informacijsko zasebnost (SIZ) tudi eno 
izmed pomembnih raziskovalnih vprašanj (npr. Belanger in Crossler, 2011; Smith, Dinev in 
Xu, 2011). 
V magistrskem delu se usmerjamo v razumevanje teoretskega konstrukta SIZ in njegovega 
merjenja prek anketnih inštrumentov. Teoretski konstrukt SIZ2 je bil zasnovan z namenom, da 
se lahko empirično izmeri in razume vpliv zaznane informacijske zasebnosti na dejanja in 
vedenje posameznikov, skupin ali organizacij (Smith in drugi, 2011, str. 997). Številni 
raziskovalci so se tako ukvarjali z dejavniki, ki vplivajo na SIZ, ali z vplivi, ki jih ima ta 
teoretski konstrukt na vedenje in na pripravljenost za uporabo (spletnih) storitev (glej preglede 
Belanger in Crossler, 2011; Li, 2011; Smith in drugi, 2011; Yun, Lee in Kim, 2019). Nekateri 
izmed njih pa so se ukvarjali z razvijanjem anketnih merskih inštrumentov za merjenje SIZ 
(npr. Smith, Milberg in Burke, 1996; Malhotra, Kim in Agaarwal, 2004; Hong in Thong, 2013). 
 
1 Uredba (EU) št. 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna 
uredba o varstvu podatkov), v veljavi od 25. maja 2018. 
2 V nalogi SIZ obravnavamo kot teoretski konstrukt (angl. theoretical construct) oziroma kot večrazsežen teoretski 
pojem). Sicer različni avtorji različno opredelijo SIZ, a je vedno prepoznan kot večrazsežen teoretski pojem (glej 
Hong in Thong, 2013, str. 280). 
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Kljub veliki pozornosti, ki jo temi namenjajo raziskovalci, v ugotovitvah ostajajo 
nedoslednosti, kot je na primer paradoks zasebnosti (angl. privacy paradox). S tem raziskovalci 
označujejo dvojnost posameznikov, ki na eni strani izražajo močno skrb v zvezi z zasebnostjo, 
na drugi strani pa so osebne podatke pripravljeni deliti brez pomislekov (npr. Smith in drugi, 
2011, str. 1000; Gerber, Gerber in Volkamer, 2018, str. 227). Poleg tega raziskovalno polje trpi 
za pomanjkanjem širše teorije, ki bi lahko uokvirila različne kontekste (Yun in drugi, 2019), za 
neustreznimi opredelitvami konceptov (Gerber in drugi, 2018) in med drugim tudi za nizko 
ponovno uporabo anketnih merskih inštrumentov (Preibusch, 2013). Številni raziskovalci 
namreč prilagodijo že razvite inštrumente za lastne potrebe, da lahko z njimi zajamejo 
specifične značilnosti raziskovanega okolja, ali pa ustvarijo lastne lestvice (Li, 2011, str. 460). 
Vzroke za to lahko najdemo v različnih opredelitvah pojma SIZ (Li, 2011, str. 459), nejasni 
delitvi različnih konceptov znotraj področja informacijske zasebnosti (Gerber in drugi, 2018) 
in v kompleksnosti opredelitve pojma informacijska zasebnost, saj je ta odvisna od konkretnega 
tehnološkega, socialnega, kulturnega in/ali pravnega okolja (Dourish in Anderson, 2006). 
Ker je za snovanje merskega inštrumenta potrebna dobra opredelitev oziroma razjasnitev 
teoretičnega pojma, na podlagi česar lahko potem pojem operacionaliziramo (Ferligoj, 
Leskovšek in Kogovšek, 1995, str. 2–3), hkrati pa morajo biti inštrumenti ustrezno validirani 
(MacKenzie, Podsakoff in Podsakoff, 2011; DeVellis, 2012), se v luči zgoraj navedenih težav 
pojavlja dvom, kako ustrezni so razviti merski inštrumenti za merjenje SIZ. Pomislek je 
pomemben, saj lahko konstrukte izmerimo le do mere, ki nam jo omogočajo merski inštrumenti 
(DeVellis, 2012, str. 192). Primer pomankljivih merskih inštrumetntov in pomanjkljive 
konceptualizacije lahko morda vidimo v že omenjenem paradoksu zasebnosti, ki je lahko le 
posledica pomanjkljive metodologije. Dienlin in Trepte (2015, str. 295) sta namreč pokazala, 
da izmerjena skrb indirektno precej dobro napove namero deljenja informacije, a le v primeru, 
kadar je SIZ zadovoljivo opredeljena.  
Kot odgovor na predstavljene težave je namen tega magistrskega dela, da z metodo 
sistematičnega pregleda literature prepozna obstoječe anketne merske inštrumente za merjenje 
posameznikove SIZ v spletnem okolju (splošno internetno uporabo, spletna socialna omrežja 
medije, mobilni internet, lokacijske storitve itn.) ter opiše njihove vsebinske značilnosti, 
opredelitev konstrukta, uporabljeno teorijo, kontekst uporabe in pregleda vsebovane razsežnosti 
ter oceni metodološko kakovost njihovega razvoja. Metoda sistematičnega pregleda literature 
je tu primerna, saj je s pregledom velikega števila prispevkov ''narejen[a], da določi, oceni in 
združi najboljše dokaze, navezujoč se na specifično raziskovalno vprašanje z namenom, da 
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prinese informativne in na dokazih osnovane odgovore,'' in s pomočjo takšnih odgovorov 
omogoča nadgrajevanje raziskovalnega polja (Boland, Cherry in Dickson, 2017, str. 2). 
Rezultati sistematičnega pregleda anketnih merskih inštrumentov za merjenje posameznikove 
SIZ v spletnem okolju bodo prihodnjim raziskovalcem omogočili bolj obveščeno izbiro pravega 
merskega inštrumenta za njihove potrebe. Prepoznane bodo tudi glavne značilnosti in 
pomankljivosti razvitih inštrumentov, kar bo lahko usmerilo prihodnje raziskave. 
Na temo informacijske zasebnosti, tudi konkretno na temo SIZ, je bilo izvedenih že več 
pregledov literature (Belanger in Crossler, 2011; Li, 2011; Smith in drugi, 2011; Li, 2012; 
Gerber in drugi, 2018; Yun in drugi, 2019), a se nobeden od njih ni usmeril v sistematičen 
pregled anketnih merskih inštrumentov. Li (2011) sicer poda omejen pregled, vendar to ni 
osrednja raziskovalna tema njegovega prispevka, zato avtor inštrumente le opiše ter ne preveri 
njihovih vsebinskih značilnosti in kakovosti njihovega razvoja. Hkrati se je v zadnjem času 
nabralo že nekaj novih anketnih merskih inštrumentov. Hong in Thong (2013, str. 280) se v 
svojem pregledu 20 prispevkov, med katerimi je veliko anketnih merskih inštrumentov za 
merjenje SIZ, usmerita v razumevanje razsežnosti teoretskega konstrukta SIZ z namenom, da 
razvijeta lasten merski inštrument. Tudi Preibusch (2013) v svojem sicer izčrpnem pregledu 
inštrumentov za merjenje SIZ ne ponudi zadovoljivega pregleda za snovanje nadaljnjih 
inštrumentov. Izbrane lestvice opiše glede na njihovo primernost za ponovno uporabo, a v 
prispevku umanjka sinteza, ki bi omogočala trdno podlago za nadaljnje razvijanje lestvic in 
anketnih merskih inštrumentov za merjenje SIZ. 
Sistematični pregledi literature so sicer dojeti kot bolj rigorozni, z manj pristranskostmi in v 
splošnem bolj znanstveni kot tradicionalni, narativni pregledi (npr. Akobeng, 2005), vendar pa 
jih morajo raziskovalci opravljati kritično, in ne le mehansko vključevati in izključevati študij 
glede na zastavljene kriterije – te kriterije je smiselno predhodno utemeljiti v kratkem pregledu 
literature, ki raziskovalcu najprej omogoči pregled polja in spoznanje z njim (Boell in Cecez - 
Kecmanovic, 2015, str. 167). 
Zaradi tega pomisleka bo v nadaljevanju nekoliko širše opisano ozadje raziskovalnega 
problema, kot je to sicer značilno za sistematične preglede literature. Tako bo v naslednjem 
poglavju najprej predstavljeno širše ozadje pojma informacijske zasebnosti; torej pomen 
informacijske zasebnosti v današnji družbi in različne opredelitve, ki izvirajo iz različnih 
discpilin. Predstavljeni bodo tudi glavni pristopi za raziskovanje fenomena in možne ravni 
analize. V tem poglavju bomo predstavili pojem SIZ in zamejili raziskovalne cilje magistrskega 
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dela. V tretjem poglavju bodo sledili opisi različnih vidikov pojma SIZ, ki bodo služili kot 
osnova za snovanje relevantnih raziskovalnih vprašanj. Opis bo služil tudi za prepoznanje 
ključnih besed ter vključitvenih in izključitvenih kriterijev za sistematičen pregled literature. 
Četrto poglavje bo povzelo ugotovitve opisa, konkretiziralo raziskovalna vprašanja in orisalo 
raziskovalni načrt. V petem, empiričnem poglavju bodo opisani metoda, vključitveni in 
izključitveni kriteriji, iskalna strategija in postopek analize. Poglavje bo vključevalo tudi 
rezultate sistematičnega pregleda in bo odgovorilo na zastavljena raziskovalna vprašanja. V 
šestem poglavju bodo razultati sistematičnega pregleda literature kritično ovrednoteni in 
primerjani z rezultati drugih študij. Nato bodo povzete ključne ugotovitve in podana priporočila 
za nadaljnje delo, predstavljne bodo tudi omejitve magistrskega dela. V sedmem poglavju pa 
bo sledil sklep.  
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2 Raziskovalno polje informacijske zasebnosti 
 
Občutek, da je družboslovno osmišljanje vprašanj, ki so povezana z informacijsko zasebnostjo, 
stvar zadnjih dveh desetletij, je varljiv. Težko sicer zanikamo vpliv spleta na stanje 
informacijske zasebnosti, pa vendar je teoretski konstrukt SIZ možno zaslediti že v 60. letih 
prejšnjega stoletja (Westin, 2003, str. 435). Obstaja tudi veliko raziskav s področja marketinga 
ali managementa pred letom 2000 (npr. Stone, Gardner, Gueutal in McClure, 1983; Campbell, 
1997; Culnan in Armstrong, 1999), ki pa se ukvarjajo s pogledi potrošnikov do shranjevanja in 
uporabe podatkov s strani organizacije, in ne nujno prek spleta. Kljub dolgi tradiciji 
raziskovanja zasebnosti in informacijske zasebnosti raziskovalno področje trpi zaradi 
pomanjkljivih in/ali vseobsegajočih opredelitev (Solove, 2006, str. 479). V nadaljevanju bodo 
zato prikazane razlike v opredelitvah pojma informacijske zasebnosti, ki izvirajo iz različnih 
disciplin. V tam namen bodo na kratko opisani tudi razvoj in ključne teme, ki jih polje 
informacijske zasebnosti pokriva. Nato se bomo ostredotočili na konstrukt SIZ, kjer bodo 
najprej predstavljene ravni, na katerih je mogoče raziskovati teoretski konstrukt SIZ, nato pa 
bo ta umeščen glede na prepoznane povezave z drugimi konstrukti. 
 
2.1 Mnogoterost opredelitev pojma informacijska zasebnost 
Različne discipline opredeljujejo pojem zasebnosti (zelo) različno. Najprej je treba razločiti 
med fizično zasebnostjo, ki se nanaša na fizični dostop do posameznika in/ali njegovega okolja, 
informacijsko zasebnostjo, ki se nanaša na dostop do osebnih informacij o posamezniku, in 
splošno zasebnostjo, ki združuje oba prejšnja vidika (Smith in drugi, 2011, str. 990–991). 
Vendar pa je ločitev obeh le redko izpostavljena v literaturi (prav tam). Sami se bomo delitve 
na fizično, informacijsko in splošno zasebnost držali ter bomo poimenovanja uporabljali 
dosledno. 
Poleg te delitve so Smith in drugi (2011, str. 992–995) prepoznali dva glavna pristopa k 
opredelitvam in razumevanju zasebnosti: 
a) Opredelitve, osnovane na vrednotah – te razumejo zasebnost kot osnovno človeško 
pravico. Znotraj te opredelitve se zasebnost deli še naprej na:  
a. splošno zasebnost kot pravico, 
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b. informacijsko zasebnost kot dobrino, 
b) Opredelitve, osnovane na subjektivnih ocenah, torej zaznavi in kogniciji posameznikov. 
Delijo se na: 
a. splošno zasebnost kot stanje, 
b. splošno zasebnost kot nadzor. 
V različnih disciplinah so uporabljeni različni pristopi za opredelitev splošne zasebnosti (Smith 
in drugi, 2011, str. 993). Na primer na področju prava se skoraj izključno uporablja opredelitev 
splošne zasebnosti kot pravice. Prav tako je to prevladujoča vrsta opredelitev v filozofiji in 
družbenih vedah, vendar pa so tu relativno pogoste tudi ostale opredelitve. V psihologiji, 
marketingu in upravljanju informacijskih sistemov pa prevladuje uporaba opredelitev v okviru 
nadzora. 
Ta pristop, torej razumevanje splošne zasebnosti kot nadzora, je najpogosteje uporabljena 
opredelitev pri raziskovanju informacijske zasebnosti (prav tam). Polji, kot sta marketing in 
informacijski sistemi, sta to opredelitev razvili še naprej (prav tam, str. 995). Znotraj tega 
pristopa Stone in drugi (1983, str. 460) kot opredelitev informacijske zasebnosti ponudijo 
''zmožnost (tj. sposobnost) posameznika, da osebno nadzira (v povezavi z drugimi posamezniki, 
skupinami, organizacijami itd.) informacije o sebi''. Ta in tej podobne opredelitve prevladujejo 
v raziskovanju informacijskih sistemov in marketingu, saj je takšne vrste opredelitev najlažje 
operacionalizirati za namene empiričnih raziskav in za snovanje merskih inštrumentov (Smith 
in drugi, 2011, str. 995). 
Tu lahko omenimo še delitev študij o splošni zasebnosti na (Smith in drugi, 2011, str. 991): 
a) Normativne študije – zadevajo etična vprašanja in skušajo določiti, kako bi stvari morale 
biti (lahko rečemo, da uporabljajo bi moralo biti stavke); 
b) Deskriptivne študije – poskusijo opisati stanje. Te se nadalje ločijo na: 
a. popolnoma deskriptivne študije – za razliko od normativnih študij opisujejo 
dejansko stanje stvari, 
b. empirično deskriptivne študije – skušajo preveriti teorijo z uporabo 
pozitivističnih, znanstvenih metod. 
Zaradi usmeritve magistrskega dela na merske inštrumente za merjenje informacijske 
zasebnosti se bo delo v nadaljevanju osredotočilo predvsem na empirično deskriptivne študije 
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in na informacijsko zasebnost, opredeljeno v kontekstu nadzora, saj je, kot je bilo izpostavljeno, 
takšna opredelitev najpogostje uporabljena pri snovanju merskih inštrumentov. 
 
2.2 Pregled tematskih področij raziskovanja informacijske zasebnosti 
Teme, ki so zanimale raziskovalce znotraj raziskovalnega polja informacijske zasebnosti, so se 
skladno z razmisleki Dourisha in Andersona (2006) razvijale glede na obstoječe družbene, 
tehnološke in pravne razmere. Tako so tudi Yun in drugi (2019) v nedavni študiji prepoznali 
pet različnih obdobij raziskav o informacijski zasebnosti na spletu (prav tam, str. 5): predhodno 
obdobje, uvod, zavedanje, razvoj in nadaljevanje. S prepoznanjem distinktivnih obdobij so 
predstavili glavna zanimanja raziskovalcev v posameznem obdobju. Obdobja so podrobno 
predstavljena v tabeli 2.1. 
Tabela 2.1: Obdobja raziskovanja informacijske zasebnosti na spletu 
Obdobje Opis 
Predhodno obdobje 
Čas pred nastankom svetovnega spleta, a čas, ko so nastajali prvi računalniki. Slednji so 
organizacijam omogočili shranjevanje velikega števila podatkov. Prvi pomisleki potrošnikov in 
raziskovalcev o informacijski zasebnosti. 
Uvod 
Obdobje 1991–2000. Nastanek svetovnega spleta, ki je v primeru e-poslovanja potreboval veliko 
število uporabniških podatkov, te podatke pa je bilo mogoče uporabiti za analize. Potrošnikova 
skrb za zaščito in možne zlorabe je spodbudila številne raziskovalce, ki so skušali razumeti vpliv 
SIZ na nakupne namere. V tem obdobju je bil razvit tudi prvi anketni merski vprašalnik za 
merjenje SIZ (Smith in drugi, 1996). 
Zavedanje 
Od leta 2001 do 2007. V tem času so se načini uporabe spleta močno spremenili (npr. nastanek 
spletnih socialnih omrežji). Uporabniki so sami omogočili dostop do lastnih osebnih podatkov. 
Raziskovanje v tem času se usmerja v raziskovanje e-poslovanja in e-storitev. 
Razvoj 
Obdobje od 2008 do 2013. Nastanek podatkovnih oblakov in big data. Strah pred profiliranjem 
in vplivanjem na posameznike. Raziskovanje v tem obdobju usmerjeno v spletna socialna 
omrežja in mobilne tehnologije. 
Nadaljevanje 
Od leta 2014 do danes. Nove tehnologije, kot so droni in samovozeči avtomobili, umetna 
inteligenca ipd. Raziskovanje se sooča z novimi koncepti in se pogosto usmerja v preučevanje 
avtonomnih tehnologij (samovozeči avtomobili, pametni domovi ipd.). 
Vir: Povzeto po Yun in drugi (2019, str. 574–577). 
Iz zgornje tabele so deloma razvidne teme raziskovanja, ki so zanimale raziskovalce v 
posameznem obdobju. Bolj specifično pa sta teme raziskovanja prepoznala Belanger in 
Crossler (2011, str. 1019–1022). Sicer tem ne organizirata glede na časovna obdobja, a je njun 
pregled literature kljub temu informativen. Avtorja namreč prepoznata pet glavnih tem znotraj 
raziskovalnega polja informacijske zasebnosti, to so: 
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a) skrb za informacijsko zasebnost, 
b) informacijska zasebnost in vplivi na e-poslovanje, 
c) stališča do informacijske zasebnosti, 
d) prakse, povezane z informacijsko zasebnostjo, 
e) orodja in tehnologije za izboljšanje informacijske zasebnosti. 
Poleg teh petih glavnih tem pa prepoznata še številne druge teme, ki zanimajo raziskovalce, a 
niso tako pogoste. Med te spadajo vloga zaupanja pri informacijski zasebnosti, vpliv kulture, 
varnost, ekonomika informacijske zasebnosti, personalizacija, marketing itn. (Belanger in 
Crossler, 2011, str. 1020). 
Tema SIZ je ena izmed glavnih tem ter skuša razumeti in razložiti ''razlike v nivojih skrbi za 
zasebnost ali raziskati učinke skrbi za zasebnost na številne odvisne spremenljivke'' (Belanger 
in Crossler, 2011, str. 1020). Iz izpostavljenih tem je razvidno, da avtorja ločita med SIZ in 
stališči do informacijske zasebnosti. To bi moralo pomeniti, da SIZ niso opredeljene kot 
stališča, kar pa, kot bomo videli kasneje, ne drži popolnoma, oziroma raziskovalci distinkcije 
(vsaj eksplicitno) ne prepoznajo (glej Gerber in drugi, 2018). 
Poleg tega je razvidno tudi, da je tema skrbi za informacijsko zasebnost ena izmed tem, s katero 
se raziskovalci ukvarjajo že dolgo časa. Tako je prvi merski inštrument za merjenje SIZ nastal 
že leta 1996 (Smith in drugi, 1996). V povezavi s tem pa je zanimivo dejstvo, da je to še vedno 
najbolj uporabljen merski inštrument za merjenje SIZ (Belanger in Crossler, 2011, str. 1020). 
V tem lahko vidimo tudi problematičnost, saj so bili po letu 1996 razviti številni novi merski 
inštrumenti za merjenje SIZ, poleg tega pa ta merski inštrument ni bil razvit za kontekst spleta, 
zaradi česar je vprašljivo, ali je enako ustrezen za merjenje SIZ v spletnem okolju, kot je bil za 
merjenje SIZ v fizičnem okolju. 
 
2.3 Umestitev konstrukta skrb za informacijsko zasebnost 
Raziskovanje splošne zasebnosti so Smith in drugi (2011, str. 992) delili glede na raven analize, 
po njihovem vzoru pa sta to delitev Belanger in Crossler (2011) prenesla tudi na skrb za 
informacijsko zasebnost. Ravni SIZ so (prav tam, str. 1031–1034):  
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a) Individualna raven – gre za raziskovanje različnih dejavnikov, kot so npr. starost, spol, 
izobrazba ipd., na SIZ, kot tudi za razumevanje posameznikove SIZ na primer na 
nakupno namero ali uporabo (spletnih) storitev; 
b) Skupinska raven – razumljena je kot ''skupinska skrb članov skupine glede zasebnosti 
informacij, ki jih kot skupina posedujejo in imajo dostop do njih'' (prav tam, str. 1032). 
Smith in drugi (2011, str. 992) so ugotovili (sicer v okviru splošne zasebnosti), da tej 
ravni raziskovalci posvečajo najmanj pozornosti; 
c) Organizacijska raven – je razumljena podobno kot skupinska raven, le da zadeva 
predvsem skrb vodij organizacij (in ne skrbi vseh članov organizacije) za informacijsko 
zasebnost informacij, ki jih organizacija poseduje ali ima dostop do njih. Sem spadajo 
tako informacije o sami organizaciji in njenem delovanju kot tudi vprašanja o zasebnosti 
strank organizacije; 
d) Družbeno-kulturna raven – gre za splošno (lahko bi rekli agregirano) raven SIZ, ki jo 
imajo prebivalci določene družbe. Na primer skrb Slovencev za informacijsko 
zasebnost. Takšna raven analize je koristna, saj omogoči primerjavo med različnimi 
narodi ali kulturami. 
Seveda pa so različne ravni tudi medsebojno povezane. Tako je pričakovati, da bo 
posameznikova SIZ odražala SIZ kulture, katere del je. Na sliki 2.1 so predstavljene povezave 
med različnimi ravnmi. Za vsako raven je predstavljen tudi primer zunanjega dejavnika, ki 
lahko vpliva na SIZ na posamezni ravni. 
Slika 2.1: Povezanost med različnimi nivoji skrbi za informacijsko zasebnost 
 
Vir: Povzeto po Belanger in Crossler (2011, str. 1032). 
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Poleg delitve na raven analize so raziskovalci skušali konstrukt SIZ opredeliti tudi glede na 
povezave z drugimi konstrukti ali dejavniki. Zasnovali so t. i. makro modele informacijske 
zasebnosti (npr. Smith in drugi, 2011; Li, 2012; Yun in drugi, 2019), od katerih ima vsak svoje 
distinkcije. Skupna lastnost teh modelov je, da SIZ deluje kot osrednji konstrukt, ki deluje kot 
nekakšen vmesni člen ali posrednik med spremenljivkami, ki vplivajo nanj, in spremenljivkami, 
na katere vpliva. 
Najbolj poveden se nam zdi model APCO (slika 2.2), ki ga predstavijo Smith in drugi (2011, 
str. 997–998). Model APCO je razumljen kot sosledje dejavnikov, skrbi za informacijsko 
zasebnost in izidov (angl. Antecedents, information Privacy Concerns, Outcomes [APCO]). Z 
dejavniki so mišljeni konstrukti, ki lahko vplivajo na SIZ, in sicer izkušnje o informacijski 
zasebnosti, zavedanje, osebnostne razlike, demografija in kultura. SIZ je tematiziran kot 
večrazsežen3 teoretski konstrukt, avtorji pa ga razumejo kot nekakšne vrste posrednika (angl. 
proxy) med dejavniki na eni strani in izidi na drugi strani. S temi razumejo vpliv SIZ na 
zaupanje, zakonsko regulacijo, vedenjske namere in dejansko vedenje ter podobno. 
Slika 2.2: Model APCO 
 
Vir: Povzeto po Smith in drugi (2011, str. 998). 
V raziskovanju informacijske zasebnosti pa se uporabljajo tudi številne teorije, znotraj katerih 
skušajo raziskovalci razmišljati o informacijski zasebnosti (Li, 2012). Med njih spadata teorija 
 
3 Avtorji sicer različno opredelijo SIZ, a je vedno prepoznan kot večrazsežen teoretski pojem (glej Hong in Thong, 
2013, str. 280). 
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racionalnega delovanja (angl. theory of reasoned action) in teorija načrtovanega vedenja (angl. 
theory of planned behavior), ki se pogosto uporabljata za razumevanje vpliva SIZ na vedenje. 
Pomembne teorije so tudi teorija družbene pogodbe, teorija postopkovne pravičnosti, teorije 
osebnosti, teorija o maksimiziranju koristi in še številne druge. Večina naštetih teorij se 
osredotoča na konstrukt SIZ (Li, 2012, str. 474), pri čemer želijo raziskovalci razložiti njegov 
izvor (npr. teorija družbene pogodbe), dejavnike, ki vplivajo na SIZ (npr. teorije osebnosti), 
vplive SIZ na vedenje (npr. teorija racionalnega delovanja) ali pa skušajo razložiti paradoks 
zasebnosti (npr. teorija maksimiziranja koristi). Slika 2.3 nazorno prikazuje izbrane teorije in 
njihovo povezavo s konstruktom SIZ. 
Slika 2.3: Skrb za informacijsko zasebnost in uporabljene teorije pri raziskovanju 
 
Vir: Povzeto po Li (2012, str. 474). 
 
2.4 Povzetek 
V kratkem pregledu raziskovalnega polja informacijske zasebnosti smo videli, da so dobile 
raziskave zagon z nastankom informacijko-komunikacijske tehnologije, torej proti koncu 20. 
stoletja. Z informacijsko in tudi s splošno zasebnostjo se ukvarjajo različne discipline z različnih 
zornih kotov in z različnimi opredelitvami pojmov. Obenem se raziskovalci znotraj področja 
SIZ poslužujejo različnih teorij, da bi razložili izvor skrbi za informacijsko zasebnost, 
dejavnike, ki nanje vplivajo, in njihove posledice. Prav tako se raziskovanje odvija na več 
ravneh, na individualni, skupinski, organizacijski in družbeno-kulturni. 
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Prek pregleda literature o informacijski zasebnosti je opazna pluralnost pristopov. Raziskovalci 
se ne držijo ene opredelitve konstrukta SIZ. Posledično pogosto uporabljajo različne konstrukte 
in izhajajo iz različnih teorij oziroma paradigmatskih polj. Rezultat opisanega so številne (zelo) 
podobne študije, za katere pa ni jasno, ali jih pravzaprav lahko primerjamo. Za – v nadaljevanju 
predstavljen – sistematičen pregled literature to pomeni, da bodo študije, ki jih bomo med 
pregledom našli, lahko osnovane na različnih teorijah in je možno, da bodo uporabljale različne 
opredelitve konstrukta SIZ, zaradi česar bo treba pri sintezi rezultatov to upoštevati in 
morebitna najdena odstopanja tudi vsebinsko ustrezno osmisliti. 
Zaradi prepoznane pluralnosti pristopov in različnih možnih ravni analize moramo tudi v tem 
magistrskem delu omejiti polje tematizacij. Ker bi bil prispevek, ki bi skušal pokriti celotno 
polje SIZ, preobsežen, se bo magistrsko delo osredotočilo na individualno raven analize SIZ, 
torej na razumevanje posameznikove SIZ. Hkrati bodo v sistematičnem pregledu literature vzeti 
v ozir le anketni merski inštrumenti, ki merijo SIZ v spletnem okolju. Takšna zamejitev bo 
obseg prispevka dovolj zožila, da bo študija izvedljiva, a bo vseeno dovolj široka in pregledna, 
da bo lahko ponudila konkretne uvide v področje merjenja SIZ.  
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3 Ozadje raziskovalnega problema 
 
Po pregledu širšega raziskovalnega polja informacijske zasebnosti v tem poglavju sledi 
osredotočenje na teoretski konstrukt skrbi za informacijsko zasebnost (SIZ). Kot smo videli 
zgoraj, je to eden izmed pomembnejših pojmov znotraj polja informacijske zasebnosti, s 
katerim se ukvarja veliko raziskovalcev. Številni modeli, kot je predhodno omenjeni model 
APCO, postavljajo ta teoretski konstrukt v središče raziskovanja in ga dojamejo kot odvisno ali 
pa kot neodvisno spremenljivko. 
V nadaljevanju bomo predstavili opredelitev teoretskega konstrukta SIZ, predstavili pomen 
njegove kontekstualizacije in na kratko opisali postopek razvoja novega merskega inštrumenta. 
Tak pregled bo služil za razumevanje stanja na področju SIZ, omogočil bo postavitev 
konkretnih raziskovalnih vprašanj ter določitev vključitvenih in izključitvenih kriterijev za 
vključitev prispevkov v sistematičen pregled. 
 
3.1 Opredelitve pojma skrb za informacijsko zasebnost 
Glede na veliko stopnjo pozornosti, ki jo konstrukt SIZ prejema med raziskovalci, bi 
pričakovali, da je njegova opredelitev dobro določena. Vendar pa, kot bomo videli v pregledu, 
številni avtorji le na kratko opredelijo SIZ, brez da bi konstrukt natančno opredelili v okviru 
teorije ali določili njegovo konceptualno dimenzijo4. Konstrukt mora biti vedno opredeljen v 
okviru teorije ter mora imeti jasno specificirano področje, kontekst, predvideno uporabo in 
omejitve (MacKenzie in drugi, 2011). Obstoječe opredelitve pa so praviloma postavljene ad 
hoc z namenom, da ponudijo osnovo, na kateri lahko avtorji nadaljujejo svoje raziskovalno delo 
na zastavljenih raziskovalnih problemih. Razlog verjetno tiči v dejstvu, da ''je mamljivo 
privzeti, da so percepcije o zbiranju in uporabi informacij hitro razumljive in izmerjene z 
lahkoto, [vendar] pa so verjetno stališča in prepričanja kompleksni tako v opredelitvi kot 
merjenju'' (Stewart in Segars, 2002, str. 36), zato je razumljivo, da Li (2011, str. 471) spodbuja 
k poglobljeni opredelitvi konstrukta SIZ. Dogajanje na tem polju lahko vidimo tudi skladno s 
Kuhnovim (1998) konceptom znanstvenih revolucij, v povezavi s katerim opredeli tudi stopnje 
 
4 Konceptualna dimenzija je določitev splošne vrste lastnosti, ki jim konstrukt pripada. Vrste konceptualnih 
dimenzij so misli, čustva, percepcije ipd. (MacKenzie in drugi, 2011, str. 298). 
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razvoja znanosti. Morda bi lahko tudi dosedanji razvoj opredelitev pojma SIZ znotraj področja 
informacijske zasebnosti razumeli kot korake v formativnih fazah oblikovanja poenotenega 
razumevanja in opredelitve tega teoretskega konstrukta. 
3.1.1 Težave z nenatačnimi opredelitvami 
V zvezi z dilemami glede opredelitve SIZ lahko rečemo, da le redki avtorji temu vidiku 
posvečajo dovolj pozornosti. ''Čeprav pokazatelji včasih potujejo z vzdevki, kot so prepričanja, 
stališča in percepcija, se je, skozi čas, predvsem v polju raziskovanja informacijskih sistemov, 
ustvarilo gibanje k merjenju skrbi za [informacijsko] zasebnost kot osrednjega konstrukta'' 
(Smith in drugi, 2011, str. 997, poudarki v originalu). Zgornji citat zanemari nadvse pomembne 
in jasno opredeljene razlike med konceptualnimi razsežnostmi, kot so prepričanja in stališča, 
ter jih enači s slabo opredeljenim pojmom skrbi. Podobno tudi Belanger in Crossler (2011, str. 
1020) navedeta večje število opredelitev pojma SIZ, ki pa si niso enake in temeljijo na različnih 
teorijah. Tako so nekateri avtorji opredelili SIZ v okviru teorije racionalnega delovanja (npr. 
Dinev in Hart, 2006a, str. 65), drugi na teoriji družbene pogodbe (npr. Malhotra in drugi, 2004, 
str. 338), Hong in Thong (2013) pa sta SIZ opredelila na večrazsežni razvojni teoriji (angl. 
multidimensional developmental theory), ki sta jo razvila Laufer in Wolfe (1977). Tudi 
Preibusch (2013) ne konkretizira opredelitve SIZ in večinoma govori o stališčih do zasebnosti 
ter se ne spusti v razmislek, ali lestvice, ki jih obravnava, merijo prepričanja, stališča ali kaj 
tretjega. Seveda nekateri avtorji jasno uokvirijo konstrukt SIZ (npr. Li, 2011; Li, 2012; Dinev 
in Hart, 2006a), vendar pa se na žalost sami ne ukvarjajo s snovanjem merskih inštrumentov. 
To je lahko problem, saj na primer Dinev in Hart (2006a) v svojem prispevku jasno opredelita 
SIZ kot prepričanja, saj pravita, da so SIZ: ''prepričanja o tem, kdo ima dostop [do informacij]... 
in kako se te informacije uporablja'' (Dinev in Hart, 2006a, str. 65), a hkrati v svoji empirični 
študiji uporabita anketni merski inštrument Smitha in drugih (1996), kjer ni jasno, ali je 
inštrument razvit za merjenje prepričanj, stališč ali česa drugega. 
Ena osrednjih težav zgoraj opisane neenotne opredelitve teoretskega pojma SIZ je, da lahko 
nejasne opredelitve istega pojma privedejo do podobnih, a v svojem bistvu različnih opredelitev 
merskih konstruktov (Bergman, 1998, str. 82). Enačenje teh konstruktov pa je potem še toliko 
bolj problematično, saj so lahko v drugačnih razmerjih do drugih konstruktov. Poleg tega je 
delitev med prepričanji, stališči in podobnimi koncepti v literaturi socialne psihologije jasno 
opredeljena, ti koncepti pa imajo jasno opisane medsebojne povezave (npr. Fishbein in Ajzen, 
1975, str. 12–13). Fishbein in Ajzen (1975, str. 12) jih delita na štiri kategorije: 
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a) afekte (čustva, ocene, stališča), 
b) kognicijo (mnenja, prepričanja), 
c) konacijo (vedenjske namere), 
d) vedenje (opazovano vedenje). 
Stališča spadajo v prvo kategorijo in jih lahko razumemo tudi kot afektivno oceno nekega 
objekta, osebe ali dogodka. Prepričanja (ali mnenja) pa na drugi strani predstavljajo 
informacije, ki jih ima posameznik o nekem objektu. Vidimo lahko, da gre pri stališčih za 
čustvene odzive, pri prepričanjih (mnenjih) pa primarno za to, kaj ljudje (mislijo, da) vedo o 
neki stvari (prav tam, str. 12–13). Ob jasni opredelitvi pojmov in njihovih medsebojnih vplivov 
ni težko razumeti, kako lahko merjenje prepričanj, ki se nato obravnavajo kot stališča, pripelje 
do paradoksnih ugotovitev. Če bi na primer spraševali kadilca ali kadilko o prepričanjih o 
učinku kajenja na zdravje, bi verjetno dobili odgovore, da to početje ni ravno zdravo. S 
poskusom ujemanja prepričanj z dejanskim vedenjem pa bi hitro ugotovili, da gre za nekakšen 
''paradoks kadilskosti'' – posamezniki kljub dobri ozaveščenosti o škodljivosti kajenja še naprej 
kadijo. Če pa bi jih povprašali še o njihovih stališčih do kajenja, pa bi verjetno ugotovili, da jim 
je to početje prav všeč in da je to razlog za njihovo kajenje – kljub zavedanju o škodljivosti. 
Kot lahko vidimo, so razlike med pojmi izrednega pomena, saj lahko njihovo nerazlikovanje 
oziroma napačno razločevanje vodi do ''zmedenih teoretskih argumentov in zavajajočih 
interpretacij empiričnih ugotovitev'' (Bergman, 1998, str. 81). Podobno morajo biti tudi merske 
lestvice osnovane na teoriji, saj ima ta ključno vlogo v opredelitvi merjenega konstrukta in 
njegovih povezav z drugimi konstrukti (DeVellis, 2012, str. 8). 
Zdi se, da so pomanjkljive opredelitve pojma SIZ in pomanjkljiva uporaba teorije vzroki, da se 
znotraj polja informacijske zasebnost pojavljajo težave, kot je paradoks zasebnosti. Razhajanja 
med izraženimi prepričanji ali stališči in dejanskim vedenjem so znana stvar (Bergman, 1998, 
str. 85). Omenjeni paradoks zasebnosti je lahko, kot že omenjeno, le metodološki artefakt, in 
ne dejanski družbeni pojav. Drugače rečeno, lahko gre za posledice pomanjkljive 
operacionalizacije teoretskega konstrukta ali pa za neustrezno določanje povezav med 
konstrukti. 
3.1.2 Pomen in pomembnost natančne opredelitve 
Dobra opredelitev se močno odraža v merskih inštrumentih, ki jih raziskovalci razvijejo. 
Teorija, uporabljena za opredelitev konstrukta, mora že v začetku predvideti povezavo med 
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različnimi dodatnimi konstrukti, razvoj merskih inštrumentov pa mora nato natančno slediti v 
naprej zastavljeni poti (MacKenzie in drugi, 2011). To sta dobro prikazala Dienlin in Trepte 
(2015), ko sta z natančnim sledenjem teoriji racionalnega delovanja (angl. theory of reasoned 
action) pokazala, da paradoks zasebnosti pravzaprav ne obstaja, da je le posledica slabe 
opredelitve konstrukta SIZ. 
Teorija racionalnega delovanja (Ajzen in Fishbein, 1980) namreč jasno pove, da je za 
napovedovanje vedenja pomembno v ozir vzeti specifično dejanje v specifičnih okoliščinah in 
v določenem času, da nanj najbolj vplivajo namere za to dejanje, te določajo stališča in družbene 
norme, na oboje pa vplivajo prepričanja. Avtorja teorije jasno izpostavita, da so učinki 
prepričanj pri napovedovanju dejanskega vedenja zelo majhni. V primeru SIZ pa je jasno, da 
številni avtorji na področju SIZ sploh ne delajo razlik med stališči in prepričanji (npr. Gerber 
in drugi, 2018), niti se ne ozirajo na specifičnost dejanj in globalnost izmerjenih SIZ (Preibusch, 
2013, str. 1135). 
Seveda teorija racionalnega delovanja in njene izpeljanke (npr. teorija načrtovanega vedenja) 
niso edina možnost za konceptualizacijo SIZ. V različnih disciplinah bi lahko uporabili tudi 
druge teorije, ki se usmerjajo v specifična vprašanja. Naš namen v magistrskem delu ni opisati 
vseh možnih teorij, znotraj katerih bi lahko smiselno opredelili SIZ. To bi namreč presegalo 
spoznavni instrumentarij, ki ga potrebujemo za izvedbo sistematičnega pregleda literature. 
Kvečjemu smo želeli ilustrirati pomen na teoretski osnovi utemeljene opredelitve pojma za 
snovanje merskih lestvic in merskih inštrumentov. Kljub temu pa menimo, da je teorija 
racionalnega delovanja dobro izhodišče za raziskovanje SIZ, saj se veliko prispevkov usmerja 
v razlago vedenja oziroma, kot to poimenuje Li (2012, str. 471), gre za ''študije o spletnem 
informacijsko-zasebnostnem vedenju''. Uporaba primerne teorije v raziskovanju je velikega 
pomena, saj omogoči prepoznanje konstruktov in predvidi njihove medsebojne vplive, opredeli 
kontekste, omejitve itn. Kot je bilo do sedaj že večkrat izpostavljeno, je pomen konteksta 
izredno pomemben pri snovanju merske lestvice. To bo podrobneje predstavljeno v naslednjem 
razdelku. 
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3.2 Pomen kontekstov pri skrbi za informacijsko zasebnost 
3.2.1 Smisel kontekstualizacije 
Če je uporaba teorije ključnega pomena pri pojmih, ki jih želimo opredeliti, potem lahko 
predvidimo, da tudi kontekst močno vpliva na opredelitev in rezultate merjenja. Za ilustracijo 
pomena konteksta se lahko (retorično) vprašamo, ali je smiselno tehtati doze zdravil s kuhinjsko 
tehtnico. Verjetno ne, ker niti približno ni dovolj natančna, da bi pokazala mejo med še 
sprejemljivo količino določene sestavine in tisto, ki je potencialno smrtonosna. Podobno kot 
lahko izbira ustrezne tehtnice za odmero pravilne količine snovi pomeni razliko med zdravilom 
in strupom, je treba razviti merske inštrumente, ki bodo merili želeno količino znotraj pravega 
konteksta. 
Kontekst lahko razumemo kot ''strukturirana družbena okolja, karakterizirana s sprejetimi 
aktivnostmi, vlogami, razmerji, strukturami moči, normami (ali pravili) in notranjimi 
vrednotami'' (Nissenbaum, 2010, str. 132). O njem lahko razmišljamo tudi kot o okolju, ki s 
svojimi dejavniki vpliva na posameznika (Mowday in Sutton, 1993, str. 198). Kakor koli, gre 
za distinktivno družbeno in/ali naravno okolje z določenimi pravili, ki jih posameznik do 
določene mere sprejme oziroma se jim mora podrediti. 
Pomen, ki ga imajo konteksti v razumevanu splošne zasebnosti, dobro predstavi 
Nissenbaumova (2010), ko govori o kontekstualni integriteti. Čeprav splošno zasebnost raje 
uokviri v smislu informacijskih tokov, ki jih posamezniki usmerjajo, je njena analiza zelo 
informativna. Predstavi namreč tezo, da ne gre za težave s splošno zasebnostjo per se, ampak 
za težave s splošno zasebnostjo v določenih kontekstih. 
Nissenbaumova (2010) pojasni, da so pričakovanja o splošni zasebnosti in informacijskih 
praksah različna v različnih kontekstih, v razmerju do različnih oseb oziroma entitet, glede na 
različne dejavnosti. Razlog je predvsem v tem, ker so ''informacijske norme vedno elementi na 
kontekstu osnovanega sistema'' (prav tam, str. 141). Nadalje predstavi pomen akterjev in jih 
glede na informacijske norme razdeli na posredovalce informacij, torej tiste, ki informacije 
pošljejo, na prejemnike informacij, ki informacije prejmejo, in podatkovne subjekte, 
posameznike, na katere se določena informacija nanaša (pogosto je podatkovni subjekt hkrati 
tudi posredovalec informacij). V sistem kontekstualne integritete je vključena tudi vrsta 
informacij in način, kako je odvisna od konteksta. Zadnji element znotraj tega modela je še 
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prenosni princip, s katerim avtorica poimenuje pogoje, pod katerimi se prenos informacij lahko 
oziroma ne sme zgoditi. 
Da bi ilustrirali, vzemimo primer iz zdravstva. Pacient posreduje zdravniku informacije o 
bolezni, da bi ga lahko ta ozdravil. Zdravnik je zavezan, da spoštuje zaupnost prejetih 
informacij. V tem primeru je pacient tako podatkovni subjekt kot tudi posredovalec informacij, 
zdravnik je prejemnik informacij, gre za zdravstvene informacije, prenos informacij pa se je 
zgodil po principu zaupnosti. V tem primeru pacient verjetno ne čuti nikakršne zaskrbljenosti 
v zvezi z informacijami. Drugače pa bi bilo, če bi zdravnik te informacije posredoval 
zdravstvenemu podjetju za raziskovalne ali tržne namene. V tem primeru bi bila kršena 
zaupnost teh informacij, hkrati pa bi bile posredovane dalje brez pacientove vednosti. 
Takih primerov bi lahko navedli še veliko, vsakega iz svojega konteksta in s svojimi 
posebnostmi. V tem pogledu je težko pristati na eno samo, univerzalno mersko lestvico, ki meri 
SIZ. Smiselno je predvidevati različna prepričanja oziroma stališča do posredovanja podatkov 
v različnih kontekstih in v povezavi z različnimi akterji. Primer tega je tudi raziskava o nivojih 
informacijske izmenjave, kjer so bile bolj občutljive informacije povezane z večjo stopnjo SIZ 
(Dinev in Hart, 2006b). V tej luči je zanimiva misel, da se včasih ''potrebuje lestvico, ki zadeva 
zelo specifična vedenja ali konstrukte, drugič pa je potrebna splošna in globalna lestvica'' 
(DeVellis, 2012, str. 73). Citat lepo opiše, kako pomembno je upoštevati različne kontekste pri 
snovanju merskih lestvic. 
Ena izmed večjih težav številnih merskih lestvic je tudi v tem, da so lahko dvoumne, saj se 
vprašanja ne nanašajo na konkretne kontekste ali osebe, ampak na abstraktne, neimenovane 
entitete (Nissenbaum, 2010, str. 151). Ni si težko predstavljati, da bodo osebe, ki jih bomo 
spraševali o SIZ v povezavi z njim priljubljeno spletno stranjo, odgovorile drugače, kot če bi 
jih spraševali o njim neznani spletni strani. 
3.2.2 Pregled kontekstov merjenja skrbi za informacijsko zasebnost 
Li (2011, str. 466–467) predlaga delitev teoretskega konstrukta SIZ na splošno in specifično 
raven, kjer prva zajema SIZ v več kontekstih, druga pa se nanaša na SIZ v specifičnem 
kontekstu. V tem se nanaša in sledi ugotovitvam Rosenberga, Schoenbacha, Schoolerja in 
Rosenberga (1995, str. 146–147), ki so na primeru samozavesti pokazali, da je splošna 
samozavest bolj povezana s splošnim psihološkim počutjem, specifična samozavest pa vpliva 
na vedenje. Li (2011) tako delitev prenese na teoretski konstrukt SIZ in želi s splošnimi SIZ 
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zajeti od konteksta neodvisne skrbi za informacijsko zasebnost (v avtorjevem primeru gre za 
kontekst e-poslovanja), s specifičnimi SIZ pa tiste, ki so vezane na točno določene okoliščine 
(v avtorjevem primeru na spletno bančništvo, spletno nakupovanje ipd.). Takšno delitev lahko 
razširimo tudi izven konteksta e-poslovanja, ki ga obravnava Li (2011). Povedano drugače, SIZ 
se lahko opredeli in meri na splošni ravni kot posameznikova dispozicija ali pa se meritve 
usmeri v določen kontekst, na primer v lokacijske storitve, zasebnost na delu, e-poslovanje, ali 
pa še ožje na specifičnega ponudnika, spletno stran ali delodajalca itd. Tu je po vzoru rezultatov 
Rosenberga in drugih (1995) pričakovati, da bodo SIZ, merjene na splošni ravni, močno 
povezane s splošnim počutjem posameznika, SIZ, ki se jih bo merilo v specifičnem kontekstu, 
pa bodo bolj primerne za napovedovanje vedenja. 
Število kontekstov je veliko, hkrati pa se te tudi stalno spreminjajo, saj se spreminjata tako 
tehnologija kot družba. Yun in drugi (2019, str. 578) so prepoznali štiri kontekstualne vidike: 
vrsto posameznikov, vrsto osebnih informacij, vrsto entitet, ki obdeluje podatke, in vrsto 
tehnološkega ali storitvenega konteksta. V vsakem izmed teh vidikov pa so še dodatne 
kategorije. Vidiki in pripadajoče kategorije so natančneje predstavljeni v tabeli 3.1. 
Tabela 3.1: Kontekstualni vidiki in pripadajoče kategorije v raziskovanju skrbi za informacijsko 
zasebnost 
Kontekstualni vidik Kategorija 
Vrsta posameznikov 
Potrošnik (na spletu). 
Uporabnik interneta. 
Iskalec službe/uslužbenec. 
Uporabnik lokacijskih storitev. 
Uporabnik zdravstvenih spletnih strani. 
Bloger/uporabnik spletnih socialnih omrežij. 
Uporabniki mobilnih storitev. 
Vrsta osebnih informacij 
Splošne/nedoločene. 
Določene osebne informacije. 
Zdravstvene informacije. 
Lokacijske informacije. 
Vrsta entitete, ki obdeluje podatke 
Glede na družbo: 
Druga družba. 
Tretja družba. 
Četrta družba. 
Objektivne: 
Podjetje/spletna stran. 
Zaposlovalec. 
Drug uporabnik. 
Vlada. 
Splošno/nedoločeno. 
Vrsta tehnološkega ali storitvenega 
konteksta 
Splošna internetna uporaba. 
E-poslovanje. 
Spletne/mobilne storitve. 
Vladni nadzor. 
Delovno okolje. 
Nedoločeno/ne prek spleta. 
Vir: Povzeto po Yun in drugi (2019, str. 578). 
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Morda sicer ni smiselno uporabiti vseh oziroma razviti anketne merske lestvice za vsako 
kombinacijo kategorij, kljub temu pa bi bilo smiselno razviti lestvice, ki bi pokrivale določene 
kontekstualne razsežnosti in bi iz vsake vzele v ozir podobne kategorije. Tako bi se lahko 
razvilo anketne merske inštrumente za merjenje SIZ v kontekstu zaposlovanja, v kontekstu 
spletnega nakupovanja, mobilne uporabe itd. Konkretno se lahko zasnuje na primer inštrument, 
ki obravnava stališča o informacijski zasebnosti zaposlenih v odnosu do zaposlovalca znotraj 
delovnega okolja. Drugi inštrument se lahko usmeri v merjenje posameznikovih prepričanj o 
lokacijskih informacijah znotraj konteksta mobilnih storitev. Tretji bi lahko meril prepričanja 
spletnih uporabnikov o tem, kako vlada uporablja njihove osebne podatke. Možne kombinacije 
kontekstov so številne, zato je smiselno pričakovati, da bo merski inštrument, ki je razvit le za 
posamezno kombinacijo kontekstov, prinesel specifične rezultate za to kombinacijo. Večja 
specifičnost merskih inštrumentov pa predvidoma omogoča tudi bolj natančne napovedi 
vedenjskih namer v izbranih kontekstih (DeVellis, 2012, str. 73–75). 
Iz pregleda kontekstov je jasno, da je pomembno razviti merske inštrumente za merjenje SIZ v 
več kontekstih. Inštrumenti, ki merijo prepričanja ali stališča v specifičnih kontekstih, so 
primerni za razumevanje in napovedovanje vedenja. Inštrumenti, ki merijo SIZ na splošni ravni, 
pa so bolj primerni za primerjave med kulturami. Opozoriti je sicer treba, da se je dosedanji 
pregled usmeril pretežno na individualni nivo analize. Če bi se usmeril na kakšno drugo raven, 
v mislih imamo individualno, skupinsko, organizacijsko in družbeno-kulturno (kot jih 
predstavita Belanger in Crossler, 2011, str. 1031–1034), je smiselno pričakovati, da bi bilo treba 
merske inštrumente prilagoditi ravni analize. 
 
3.3 Merjenje skrbi za informacijsko zasebnost 
Literature in virov, ki bi jasno opredelili razlike med različnimi pristopi merjenja SIZ, skorajda 
ni. Eden izmed redkih je prispevek Preibuscha (2013), zato se bomo v podpoglavju 3.3 nanašali 
večinoma na njegove ugotovitve. 
3.3.1 Pregled metod in pristopov 
Pri primerjavi različnih pristopov za merjenje SIZ se pojavi pomislek glede opredelitev 
konstrukta SIZ v različnih pristopih. Kot smo videli, številni avtorji ne ločujejo ustrezno med 
različnimi konstrukti (Gerber in drugi, 2018, str. 255), zato bi morali biti raziskovalci previdni 
pri uporabi obstoječih merskih inštrumentov, saj je lahko konstrukt, ki ga izbrani inštrument 
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meri, kljub enakemu ali podobnemu imenu drugačen od želenega. Kakorkoli, Preibusch (2013) 
prepozna tri metode za merjenje SIZ: 
a) anketne merske inštrumente, 
b) metode z opazovanjem, 
c) prek študije razkritih informacij. 
Znotraj področja anketnih merskih inštrumentov predstavi pet pristopov, in sicer (Preibusch, 
2013, str. 1135): 
a) neposredno spraševanje anketirancev o njihovi SIZ; 
b) opis enega ali več scenarijev, anketiranci pa nato odgovorijo, do kolikšne mere bi jih v 
vsakem izmed njih skrbelo za lastno informacijsko zasebnost; 
c) SIZ se obravnava kot latentno spremenljivko, anketirance pa se sprašuje o njihovi SIZ 
glede na določene prakse. Pri tem pristopu SIZ ni omenjena eksplicitno; 
d) SIZ se obravnava kot latentna spremenljivka, anketirance pa se sprašuje o njihovem 
vedenju. Iz odgovorov se sklepa o njihovi zaskrbljenosti. Tu SIZ in zasebnost v anketnih 
vprašalnikih nista omenjeni eksplicitno; 
e) SIZ se razume kot moderacijski dejavnik. Pri tem pristopu anketiranci odgovarjajo na 
vprašanja o vedenju ali odnosih, predpostavlja pa se, da jih moderira SIZ. 
Pri metodah z opazovanjem se stopnjo SIZ meri prek sklepanja o dejanjih in vedenju 
opazovanih subjektov (Preibusch, 2013, str. 1139–1140). Takšni pristopi pogosto vključujejo 
eksperimentalne metode. Predvsem se ukvarjajo s tem, za kolikšno vrednost so uporabniki 
pripravljeni zamenjati svoje podatke. Gre za metriko, ki se imenuje pripravljenost za sprejem 
(angl. willingness to accept). Ali pa skušajo razumeti, koliko denarja bi bili uporabniki 
pripravljeni plačati, da bi zaščitili lastno zasebnost. Ta metrika se imenuje pripravljenost za 
plačilo (angl. willingness to pay). Različne študije so merile eno ali drugo metriko v različnih 
kontekstih, a se v natančnejšo razčlembo ne bomo spuščali, saj to ni tema magistrskega dela. 
Tu naj še dodamo, da takšni pristopi zagotovijo visoko zunanjo veljavnost, vendar so mnogo 
dražji kot anketno zbiranje podatkov in zahtevnejši za implementacijo v raziskovalnem procesu 
(na primer predpostavljajo boljšo raziskovalno opremo, več človeških in finančnih virov, 
logistika izvedbe je bolj zahtevna). 
Pri študiji razkritih informacij se skuša SIZ razbrati iz dogajanj v spletnem okolju. Eden izmed 
možnih pristopov tu je merjenje SIZ prek razumevanja nastavitev zasebnosti znotraj 
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posameznikovega brskalnika ali drugih aplikacij, saj te nastavitve implicitno izražajo 
posameznikovo SIZ. Pri tovrstnih študijah morajo raziskovalci pridobiti podatke na terenu (na 
primer z obiskom posameznika), saj lahko le tako preverijo nastavitve zasebnosti v brskalnikih 
uporabnikov (Preibusch, 2013, str. 1140–1141). 
Sami se bomo osredotočili le na prvi pristop, torej anketne merske lestvice. Sicer bi bilo 
zanimivo videti, kateri inštrumenti obstajajo pri drugih metodah in kako učinkoviti so. 
 
3.4 Postopek razvoja anketnih merskih lestvic 
Meritve so ena izmed temeljnih aktivnosti znanosti, saj raziskovalcem omogočijo pridobitev 
znanja o opazovanih objektih (DeVellis, 2012, str. 2). Za kakovostne rezultate meritev so 
potrebni kakovostni inštrumenti5, saj nam lahko le ti povedo, kaj pravzaprav opazujemo. Razvoj 
merskih inštrumentov hkrati zahteva dobro opredelitev tistega, kar želimo izmeriti, torej 
teoretskega konstrukta (MacKenzie in drugi, 2011, str. 297–304), ter razvoj zanesljivih in 
veljavnih indikatorjev, ki bodo ta konstrukt merili na ustrezen način (Ferligoj in drugi, 1995). 
Različne znanosti uporabljajo različne pristope. Naravoslovne znanosti na primer merijo maso 
ali čas, z merjenjem psiholoških in socioloških fenomenov pa se ukvarja psihometrija 
(DeVellis, 2012, str. 3), ta pa pogosto uporablja anketne vprašalnike, ki so v družboslovju 
primarno uporabljeni za pridobivanje samoocenjenih lastnosti ali informacij o vedenju 
posameznikov. Pogosto vključujejo hkratno merjenje večjega števila spremenljivk, zaradi česar 
so uporabni tako za opisno raziskovanje kot za preverjanje hipotez (Neuman, 2014, str. 317). 
Ker se bomo v nalogi ukvarjali s pregledom anketnih merskih inštrumentov, bomo v 
nadaljevanju kratko predstavili postopek njihovega snovanja in izpostavili pomembne korake 
pri njihovem razvoju. 
 
5 Omeniti velja, da kot inštrument razumemo celoten anketni vprašalnik, ki meri določen konstrukt v celoti, torej 
vse njegove razsežnosti. Z lestvico pa imamo v mislih nabor vprašanj in/ali trditev, ki merijo eno razsežnost. Tako 
je lahko inštrument sestavljen iz več lestvic (če je večrazsežen), v primeru merjenja enorazsežnih konstruktov pa 
inštrument in lestvica sovpadata. Z izbrano terminologijo želimo preseči težave, ki se pojavljajo pri razumevanju 
pojma ''survey scale'' v angleškem jeziku (in njegovem prevodu v slovenski jezik). 
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3.4.1 Koraki v razvoju merskega inštrumenta 
Razvoj nove merske lestvice je dolgotrajen in zahteven proces, ki vključuje številne korake. Z 
napotki za snovanje merskih inštrumentov se ukvarja več virov (npr. MacKenzie in drugi, 2011; 
DeVellis, 2012; Carpenter, 2018) in vsak ponudi malce drugačne korake za snovanje merske 
lestvice, saj vsak izmed njih posveča določenim vidikom več pozornosti. Kljub temu pa lahko 
te korake v grobem razdelimo na pet sklopov: opredelitev konstrukta, razvoj indikatorjev, 
uporaba inštrumenta na vzorcu, optimizacija ter preverjanje zanesljivosti in veljavnosti. 
Opredelitev konstrukta (oziroma latentne spremenljivke) je prva faza v razvoju lestvice in se 
nanaša na opredelitev konstrukta ter zajema konceptualno dimenzijo, kamor konstrukt spada 
(ali gre za misel, občutke, percepcijo ipd.), in entiteto, na katero vpliva (oseba, organizacija 
ipd.), vendar je ta korak pogosto zanemarjen (MacKenzie in drugi, 2011, str. 298). Poleg jasne 
opredelitve pa mora biti konstrukt tudi teoretično smiseln. Preverjanje teoretične smiselnosti 
konstruktov je sicer precej zapleteno (Splichal, 1990, str. 208), a Bagozzi6 (1980, v Ferligoj in 
drugi, 1995, str. 83) težavo reši z njenim enačenjem z naravo in notranjo konsistentnostjo jezika, 
uporabljenega za predstavitev konstrukta. Tako mora jezikovna predstavitev konstrukta, 
imenovana tudi termin (Ferligoj in drugi, 1995, str. 83), zadostiti štirim kriterijem, da bi bil 
konstrukt smiseln, to so (Bagozzi7, 1980, v Ferligoj in drugi, 1995, str. 83–84): 
a) pojmovna jasnost: specificirani morajo biti predikati, ki določajo referenčni pomen 
konstrukta; 
b) pojmovna nedvoumnost: termin ne sme imeti dveh ali več predikatov, ki različno 
specificirajo termin; 
c) neprotislovnost: termin ne sme vsebovati dveh enako verjetnih predikatov, ki sta 
logično nekonsistentna; 
d) razvidnost: da bi bil termin razviden, mora obstajati dejanski objekt, na katerega se 
predikat nanaša. 
V postopek opredelitve konstrukta spada tudi specifikacija merskega modela (angl. 
measurement model). S tem je primarno mišljena formalna opredelitev razmerij med indikatorji 
in konstruktom. Kot prikaz si lahko zamislimo vprašalnik z 10 vprašanji/trditvami, ki meri SIZ. 
To je v tem primeru konstrukt, ki ga želimo izmeriti, vendar pa ni nujno, da je teh 10 
 
6 Bagozzi, R, P. (1980). Causal model in marketing. New York: Wiley. 
7 Bagozzi, R, P. (1980). Causal model in marketing. New York: Wiley. 
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vprašanj/trditev enoznačnih oziroma enorazsežnih. Pet se jih lahko usmerja v merjenje 
posameznikove zaskrbljenosti za zlorabo informacij, tri vprašanja/trditve se nanašajo na lastno 
sposobnost varovanja lastnih podatkov in dve vprašanji/trditvi na obveščenost o obsegu 
zbiranja podatkov organizacij. Te tri skupine razumemo kot razsežnosti, ki skupaj posredno 
merijo SIZ. V našem primeru bi jih lahko torej imenovali a) skrb pred zlorabo, b) sposobnost 
varovanja in c) obveščenost. SIZ bi nato izmerili kot rezultat vseh treh razsežnosti. S 
specifikacijo povemo ravno to, kako so vprašanja/trditve (torej indikatorji), razsežnosti (če gre 
za večrazsežen konstrukt) in konstrukt povezani ter kako je njihove povezave mogoče razumeti. 
Tu velja omeniti še razlike med reflektivnimi in formativnimi merskimi modeli. V bistvu gre 
za odnose med indikatorji in latentnimi spremenljivkami. Pri reflektivnih merskih modelih so 
indikatorji razumljeni kot nepopolni odsev latentne spremenljivke, v formativnih merskih 
modelih pa indikatorji ne odsevajo latentne spremenljivke, ampak jo oblikujejo (MacKenzie in 
drugi, 2011, str. 295). Rečeno drugače, reflektivni merski modeli odsevajo stanje latentne 
spremenljivke na indikatorjih – če se spremeni latentna spremenljivka, se bo spremenila tudi 
vrednost na indikatorju. Na primer posameznik, ki je spremenil svoje mnenje o podjetju X 
(latentna spremenljivka), bo tudi na vprašanja/trditve v povezavi s tem podjetjem (indikatorji) 
odgovoril drugače. Pri formativnih merskih modelih pa indikatorji niso odraz ali odsev latentne 
spremenljivke, ampak njen pokazatelj. Socio-ekonomski status (SES) je na primer dober primer 
formativnega merskega modela. SES je določen kot ''kombinacija izobrazbe, prihodka, 
zaposlitve in prebivališča'' (Diamantopoulos in Winklhofer, 2001, str. 270). Ob spremembi 
katere koli izmed teh štirih spremenljivk se bo spremenil tudi SES, a če se spremeni SES, potem 
ni nujno, da se bodo spremenile tudi vse štiri omenjene spremenljivke (prav tam). Rečeno 
drugače, sprememba SES je posledica, in ne vzrok spremembe (vsaj) ene izmed omenjenih 
spremenljivk. Določitev ustreznega merskega modela je pomembna, saj to vpliva na postopek 
preverjanja zanesljivosti in veljavnosti (MacKenzie in drugi, 2011, str. 296). Izpostaviti pa velja 
še, da konstrukti niso inherentno reflektivni ali formativni, ampak se način merjenja vnaprej 
določi – torej ali se konstrukt meri prek reflektivnega ali formativnega modela, je stvar 
raziskovalčeve odločitve (prav tam, str. 302). 
Naslednji sklop je razvoj indikatorjev, na katere bodo anketiranci odgovarjali in ki bodo služili 
za merjenje stopnje konstrukta. Vprašanja se pogosto zasnuje na podlagi kvalitativnih študij 
(fokusne skupine, intervjuji), prepozna na podlagi teorije ali pa ustvari s pomočjo 
strokovnjakov z določenega področja (MacKenzie in drugi, 2011, str. 304). Pri vsakem 
vprašanju je treba preveriti vsebinsko veljavnost, kar pomeni preveriti, ali anketiranci vprašanja 
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razumejo na predviden način in ali bodo odgovori dejansko ustrezali vsebini merjenega 
konstrukta. 
Temu sklopu sledi uporaba inštrumenta na vzorcu. Pri tem koraku gre za uporabo merskega 
inštrumenta na dejanskem vzorcu, s čimer se skuša preveriti, ali ta dejansko meri želeni 
konstrukt. To se lahko preveri tudi s preverjanjem zanesljivosti vprašalnika. Nato se 
vprašanja/trditve, ki niso ustrezna/e, izpusti in v naslednjem sklopu, validaciji, prenovljen 
vprašalnik preizkusi na novem vzorcu. 
Preverjanje zanesljivosti in veljavnosti je pomemben sklop v procesu snovanja merskega 
inštrumenta, saj ti testi povedo, ali je inštrument zanesljiv, torej ali se obnaša kot predvideno, 
in ali je veljaven, torej ali meri to, kar želimo, da izmeri, in ali je v takem razmerju z drugimi 
konstrukti, kot smo pričakovali. Ker sta zanesljivost in veljavnost merskih inštrumentov izredno 
pomembni, ju bomo predstavili nekoliko bolj podrobno. 
3.4.2 Zanesljivost in veljavnost merskih inštrumentov 
Zanesljivost se nanaša na konsistentnost merskega inštrumenta, rezultati lestvice pa morajo biti 
odraz resničnega stanja spremenljivke, ki se jo ocenjuje (DeVellis, 2012, str. 31). Pomen 
zanesljivih lestvic je torej v tem, da se njihova vrednost spremeni le v primeru, ko se spremeni 
vrednost dejanske spremenljivke, ki jo lestvica želi izmeriti. Zanesljive lestvice prav tako 
vplivajo na statistično značilnost testov (prav tam). Za izračunanje zanesljivosti lestvic obstaja 
več metod (DeVellis, 2012, poglavje 3): 
a) metode, osnovane na analizi variance;  
b) metode, osnovane na notranji konsistentnosti (Cronbachova alpha);  
c) merjenje zanesljivosti na osnovi korelacij med rezultati podobnih ali enakih lestvic. 
Druga pomembna lastnost lestvic je njihova veljavnost. Ta zadeva vprašanje, ali lestvica meri 
ustrezno spremenljivko, torej tisto, ki jo raziskovalec skuša oceniti. Veljavnost se običajno 
preverja prek (vsaj ene izmed) treh metod (DeVellis, 2012, str. 59), ki so: 
a) Vsebinska veljavnost – tu je pomembno, da indikatorji odražajo vsebino latentne 
spremenljivke. Večinoma se to preverja s poglobljenimi intervjuji, obstajajo pa tudi 
številne druge metode, kot je pregled indikatorjev poznavalcev ali pa s pomočjo 
obstoječe literature (glej Ferligoj in drugi, 1995, str. 70–74; MacKenzie in drugi, 2011, 
str. 304–306). 
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b) Kriterijska veljavnost – tu lahko ločimo napovedno in sočasno veljavnost (Ferligoj in 
drugi, 1995, str. 74–79). Pri napovedni veljavnosti gre enostavno za to, da merski 
inštrument dobro napove neki prihodnji dogodek, sočasna veljavnost pa se nanaša na 
korelacijo med dvema podobnima dogodkom. Pri kriterijski veljavnosti ni pomembno, 
da se razume teoretska povezava, marveč to, da je konstrukt v močni korelaciji z drugim 
dogodkom. 
c) Veljavnost konstrukta – ta veljavnost se usmerja na povezanost med novo ustvarjenim 
merskim inštrumentom za določen konstrukt in njegovo povezavo z obstoječimi 
merskimi inštrumenti za merjenje drugih konstruktov. Če se izkaže, da rezultati novega 
merskega inštrumenta korelirajo z že obstoječimi merskimi inštrumenti za merjenje 
drugih konstruktov na način, kot to predvidi teorija, potem lahko rečemo, da novi merski 
inštrument dejansko meri želeni konstrukt.  
Veljavnost in zanesljivost sta eni izmed najpomembnejših lastnosti merskih inštrumentov, saj 
nam povesta, ali lahko rezultatom merskega inštrumenta zaupamo ali ne. Zaradi njune velike 
pomembnosti se bomo v sistematičnem pregledu anketnih merskih inštrumentov usmerili v 
preverjanje, ali so bili postopki za preverjanje zanesljivosti in veljavnosti anketnih merskih 
inštrumentov ustrezni in kakovostno izvedeni.  
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4 Raziskovalni načrt 
 
4.1 Izhodišča raziskovalnega problema 
V zgornjih razdelkih je bilo predstavljenih več pomembnih vpogledov v raziskovalno polje 
informacijske zasebnosti in teoretski konstrukt SIZ. Smiselno je, da te ugotovitve povzamemo 
in jih preoblikujemo v konkretna raziskovalna vprašanja, ki nam bodo predstavljala osnovo za 
raziskovalni načrt in izvedbo sistematičnega pregleda literature. 
Uvodoma je bilo predstavljeno, da v literaturi ni dovolj razvitih merskih inštrumentov in da naj 
nadaljnje raziskave razvijejo validirane inštrumente, ki bodo omogočili nadgradnjo polja 
(Belanger in Crossler, 2011). Hkrati se pogosto dogaja, da raziskovalci ne uporabljajo že 
obstoječih merskih inštrumentov (Li, 2011; Preibusch, 2013), ob tem pa tudi ni jasno, kateri 
merski inštrumenti so primernejši in zanesljivejši (Belanger in Crossler, 2011, str. 1020). Glede 
na te ugotovitve je naš namen izvesti sistematičen pregled anketnih merskih inštrumentov SIZ, 
s katerimi bi pridobili boljši vpogled v obravnavano tematiko. 
V nadaljevanju je sledil opis širšega raziskovalnega polja informacijske zasebnosti z namenom 
umestitve konstrukta SIZ. Zasebnost v človeških zadevah ni nova tema, se je pa njen pomen 
močno povečal v času od nastanka računalnikov in množične razširjenosti svetovnega spleta. Z 
zasebnostjo v splošnem smislu, kot tudi z informacijsko zasebnostjo, se ukvarja več disciplin, 
obstajajo pa tudi številni pristopi k opredelitvam zasebnosti. Najpogostejša opredelitev 
informacijske zasebnosti jo razume kot sposobnost nad upravljanjem z informacijami o sebi 
(Smith in drugi, 2011, str. 995). 
Znotraj polja informacijske zasebnosti je možno prepoznati številne teme, izmed katerih je ena 
najpomembnejših povezana s SIZ (Belanger in Crossler, 2011, 1020). Tematizacije SIZ se 
ukvarjajo z dejavniki, ki vplivajo na SIZ, in vplivi, ki jih ima ta pojem na vedenje (skupin) 
posameznikov. SIZ je mogoče preučevati na več nivojih, in sicer individualnem, skupinskem, 
organizacijskem in družbenem, vendar se večina raziskovalcev usmerja na individualni nivo 
(Belanger in Crossler, 2011). 
Raziskovalci so uporabili številne teorije, da bi razložili nastanek SIZ, njihove posledice, 
dejavnike, ki vplivajo nanje, in modele, ki skušajo razložiti vpliv SIZ na vedenje posameznikov, 
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itd. (Li, 2012). V drugem poglavju smo omejili tudi obseg magistrskega dela na anketne merske 
inštrumente, ki merijo SIZ na individualni ravni in v spletnem okolju. 
V tretjem poglavju delo naslovi teoretski konstrukt skrb za informacijsko zasebnost, razloži 
pomembnost kontekstualizacije pojma in predstavi različne merske pristope z osredotočenjem 
na anketne merske inštrumente. 
Prepoznano je bilo, da obstajajo med opredelitvami konstrukta SIZ manjše in večje vsebinske 
razlike, pri čemer zelo pogosto ni jasno, kaj iz njih izhajajoče operacionalne opredelitve 
pravzaprav merijo. Različni avtorji opredelijo konstrukt po svoje (Li, 2011, str. 460). Tako na 
primer Smith in drugi (2011) enačijo prepričanja, stališča in percepcije v povezavi z 
informacijsko zasebnostjo ter vse to razumejo kot SIZ, drugi pa strogo ločijo med temama skrbi 
in stališča (Belanger in Crossler, 2011). Splošno sprejetega konsenza, kaj so skrbi za 
informacijsko zasebnost in kaj so stališča do informacijske zasebnosti, ni (Gerber in drugi, 
2018). Čeprav se zdijo razlike v razumevanjih SIZ nekaterim raziskovalcem sorazmerno 
nepomembne, pa ''raziskovalec, ki ne razume razmerja med merilom in spremenljivkami, ki jih 
predstavljajo, ..., ne ve, o čem govori'' (DeVellis, 2012, str. 192). Menimo, da so številna 
neujemanja v rezultatih in z njimi povezan paradoks zasebnost lahko tudi posledica napačnih 
in neustreznih ločevanj med koncepti. 
Enako pomembni, a zanemarjeni pri snovanju anketnih merskih lestvic, so različni konteksti, v 
katerih se uporablja oziroma raziskuje SIZ. Preibusch (2013, str. 1135) opozori, da lahko 
neupoštevanje razlik med spremenljivkami, merjenimi na splošnem nivoju, in vedenjem, 
merjenem na specifičnem nivoju, povzroči nekatere izmed nedoslednosti v rezultatih. 
Prepoznani so bili številni konteksti, za različne kombinacije pa bi bilo mogoče razviti ustrezne 
inštrumente, ki bi bolj natančno razumeli skrbi, prepričanja in/ali stališča v teh kontekstih. 
V nadaljevanju so bile za merjenje SIZ opisane različne metode. Te se v grobem delijo na 
ankete, metode z opazovanjem ali eksperimente in na študije razkritih informacij (Preibusch, 
2013). To magistrsko delo se usmerja v anketne merske inštrumente. Te je v grobem možno 
deliti na vprašalnike, ki o zasebnosti sprašujejo eksplicitno, implicitno ali prek opisa scenarijev 
(Preibusch, 2013, str. 1035). 
Pri snovanju merskih lestvic so pomembne tudi njihove psihometrične lastnosti. Postopek 
razvoja merskih inštrumentov smo kratko opisali in predstavili dve pomembni psihometrični 
lastnosti, in sicer zanesljivost in veljavnost. Prva pove, ali je merska lestvica dober pokazatelj 
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dejanskega fenomena, ki ga želi meriti, druga pa, ali lestvica dejansko meri to, kar naj bi merila 
(DeVellis, 2012). Obe lastnosti lestvic sta pomembni, saj zanesljive merske lestvice povečajo 
statistično moč, veljavne pa omogočajo meritve želenega fenomena, pri čemer seveda ne 
smemo pozabiti, da je zanesljivost potrebni pogoj za veljavnost. 
Pogosto pa se skuša pri snovanju anketnih merskih inštrumentov prepoznati tudi, koliko 
razsežnosti določenega konstrukta vprašalniki merijo. Razsežnosti latentne spremenljivke so 
ključni sestavni deli merskih modelov in osnova veljavnosti konstrukta. Njihovo prepoznanje 
je smiselno, saj omogočijo prepoznati posamične dejavnike, ki vplivajo na končni konstrukt, ki 
ga inštrument želi meriti. 
Iz pregleda obstoječe literature je tako razvidno, da obstajajo precejšnje razlike v pristopih in 
instrumentariju za merjenje SIZ v anketnih vprašalnikih. Raziskovalci pogosto prilagodijo že 
razvite merske inštrumente za lastne potrebe, da lahko z njimi zajamejo specifične značilnosti 
raziskovanega konteksta ali pa ustvarijo lastne inštrumente (Li, 2011, str. 460). Ker je merjenje 
ena izmed glavnih dejavnosti znanosti in ker postaja zasebnost vse pomembnejša tema v družbi, 
bi bilo smiselno poenotiti raziskovalne in merske pristope k merjenju SIZ ter razviti širšo teorijo 
tako teoretskega konstrukta SIZ kot tudi njegovega merjenja – teorijo, ki bi prepoznala pomen 
različnih kontekstov in informacij. To bi omogočilo bolj homogeno raziskovalno polje, olajšalo 
bi njegovo napredovanje in razvoj ter omogočilo primerjave med študijami8. Sistematičen 
pregled literature, ki bi pregledal obstoječe merske inštrumente, njihove ključne vsebinske 
značilnosti in ocenil kakovost njihovega razvoja, je morda prvi korak v to smer. 
 
4.2 Raziskovalna vprašanja 
Na osnovi zgornjega pregleda literature je možno opredeliti in utemeljiti konkretna 
raziskovalna vprašanja. Po analizi in sintezi ključnih prispevkov, ki se ukvarjajo z razvijanjem 
anketnih merskih inštrumentov za merjenje SIZ, se prvo raziskovalno vprašanje nanaša na 
prepoznano pomanjkanje enotnosti v konceptualni opredelitvi teoretskega konstrukta SIZ. 
 
8 V ta namen sta bila v letu 2019 organizirani tudi dve delavnici na to temo. Prva je potekala v San Franciscu 
(nimamo podatka o času niti povezave do spletne strani), druga pa julija 2019 v Zagrebu (»ESRA 2019 Programme 
at a glance«, b. d.). 
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Pogosto namreč ni jasno, ali naj bi ta pojem meril prepričanja ali stališča, zato nas bo najprej 
zanimalo: 
RV1: Katere so opredelitve pojma skrbi za informacijsko zasebnost, ki se uporabljajo pri 
razvoju anketnih lestvic za merjenje skrbi za informacijsko zasebnost med spletnimi 
uporabniki? 
V nadaljevanju je bil opisan pomen različnih kontekstov preučevanja SIZ, zato se drugo 
raziskovalno vprašanje nanaša na analizo kontekstov, v katere avtorji umeščajo pojem SIZ pri 
razvoju anketnih merskih inštrumentov: 
RV2: Kateri so specifični konteksti, za katere so bili razviti anketni merski inštrumenti za 
ocenjevanje skrbi za informacijsko zasebnost med spletnimi uporabniki? 
Izhajajoč iz pripoznanega konceptualnega pluralizma, ki zaznamuje konceptualizacije SIZ, 
anketni merski inštrumenti pogosto vključujejo različne razsežnosti konstrukta SIZ, zato nas bo 
zanimalo, katere razsežnosti prepoznajo različni anketni merski inštrumenti: 
RV3: Katere razsežnosti so vključene v anketne merske inštrumente za ocenjevanje skrbi za 
informacijsko zasebnost med spletnimi uporabniki? 
V povezavi med konteksti in razsežnostmi pa smo postavili še raziskovalno vprašanje o 
specifičnih razsežnostih znotraj različnih kontekstov: 
RV4: Kako se razsežnosti, vključene v anketne merske inštrumente za ocenjevanje skrbi za 
informacijsko zasebnost med spletnimi uporabniki, razlikujejo glede na spletne 
kontekste, kjer se ocenjuje uporabnikova skrb za informacijsko zasebnost? 
Na koncu nas bo zanimalo še, v kolikšni meri so bila izhodišča razvoja merskega inštrumenta 
ustrezna in v kolikšni meri so bili postopki, uporabljeni za razvoj posameznega anketnega 
merskega inštrumenta, primerni. Zadnje raziskovalno vprašanje se torej glasi: 
RV5: Kakšna je kakovost razvoja anketnih merskih inštrumentov za merjenje skrbi za 
informacijsko zasebnost med spletnimi uporabniki?  
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5 Empirična študija 
 
Zastavljena raziskovalna vprašanja zahtevajo celovit pregled obstoječih anketnih merskih 
inštrumentov za merjenje SIZ med spletnimi uporabniki. Kot primerno metodo za iskanje 
odgovorov na raziskovalna vprašanja smo prepoznali metodo sistematičnega pregleda 
literature, ki nam omogoča, da prek širokega pregleda vseh relevantnih virov izluščimo glavne 
značilnosti določene raziskovalne teme in da na podlagi takšnega vpogleda predstavimo 
obstoječe stanje raziskav, hkrati pa ponudimo pomembne predloge za nadaljevanje 
raziskovalnega dela na tem področju (Boland in drugi, 2017, str. 2). Prednost metode je njena 
strukturiranost in vnaprej določen postopek analize, kar zmanjša pristranskosti pri izbiri študij 
in pri analizi podatkov (Petticrew in Roberts, 2006, str. 4–5). 
Ta empirična študija je sestavljena iz dveh faz. V prvi fazi izhajamo iz pristopa PRISMA 
(Moher, Liberati, Tetzlaff, Altman, in The PRISMA Group, 2009), ki velja za standard v 
poročanju sistematičnih pregledov literature. Ta postopek smo uporabili, da jasno predstavimo 
namen, cilj in rezultate študije. Omenjeni pristop je uporabljen tudi v procesu iskanja virov in 
kot zgled za poročanje o poteku in rezultatih iskanja. V drugi fazi smo iz prepoznanih virov 
izpisali potrebne podatke in ocenili metodološko kakovost posameznih študij. Za oceno 
metodološke kakovosti smo se nanašali na metodologijo COSMIN (angl. (Prinsen in drugi, 
2018), saj je bila razvita prav za ocenjevanje metodološke kakovosti in psihometričnih lastnosti 
anketnih merskih inštrumentov. 
Poglavje 5 je sestavljeno iz treh delov. Najprej v razdelku 5.1 podrobno predstavimo metodo 
sistematičnega pregleda literature in utemeljimo, zakaj je ta metoda smiselna in primerna. Temu 
sledi predstavitev metodologije COSMIN. V razdelku 5.2 opišemo spremenljivke in 
uporabljene postopke. Najprej predstavimo vključitvene in izključitvene kriterije, iskalno 
strategijo skupaj s postopkom izbora prispevkov, na koncu opišemo proces izpisa podatkov in 
ocenjevanja metodološke kakovosti študij. V razdelku 5.3 predstavimo rezultate. Tu najprej 
opišemo izbor prispevkov, nato predstavimo inštrumente, ki smo jih prepoznali prek analize, v 
preostanku razdelka pa predstavimo rezultate in odgovorimo na zastavljena raziskovalna 
vprašanja. 
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5.1 Opis metode 
Sistematični pregled literature kot eno od spoznavnih metod v družboslovnem raziskovanju 
morda najbolj strnjeno opredelita Petticrew in Roberts (2006, str. 2), ko pravita: 
Sistematični pregledi literature so metoda, s katero se skuša razumeti velike količine 
informacij, in sredstvo za prispevanje odgovorov na vprašanja o tem, kaj deluje in kaj ne – ter 
tudi za številna druga vprašanja. So metoda za prepoznavanje področij, ne točnosti in 
prepoznavanje področij, kjer je bilo narejenih malo ali nič raziskav in kjer so potrebne 
nadaljnje študije. Sistematični pregledi poleg tega označijo področja, ki imajo vprašljivo 
gotovost. To so področja, pri katerih obstaja prepričanje, da se ve več, kot se ve v resnici, in 
kjer je pravzaprav malo dokazov, ki bi lahko vzdržali obstoječa prepričanja. 
Sistematični pregled literature natančno sledi vnaprej pripravljenim postopkom in tako skuša 
izničiti pristranskost rezultatov (Petticrew in Roberts, 2006, str. 3–6). Ta cilj se lahko doseže 
prek pregleda vseh relevantnih študij. Glavna prednost pred drugimi pregledi literature je jasen 
protokol, natančno izražena in ponovljiva iskalna strategija ter ozko raziskovalno vprašanje 
(Petticrew in Roberts, 2006, str. 9). Sistematični pregledi niso toliko diskusija obstoječe 
literature kot znanstveni pripomoček, namenjen povzemanju, oceni ali diseminaciji rezultatov 
sicer nepregledno velikega števila študij (prav tam, str. 10). 
Sistematični pregledi literature so nastali znotraj medicinskih ved z namenom združevanja 
rezultatov nasprotujočih si študij, pregleda kakovosti študij in sinteze njihovih rezultatov 
(Boland in drugi, 2017, str. 5–8). Njihova uporaba se je sčasoma razširila tudi na druge 
discipline in vede, med drugim tudi na področje družboslovja (za opis metode v družboslovju 
glej Petticrew in Roberts [2006]). Čeprav nekateri avtorji razumejo sistematične preglede kot 
študije najvišje spoznavne vrednosti in kakovosti (npr. Akobeng, 2005; Petticrew in Roberts, 
2006), se je pri uporabi metode sistematičnega pregleda znotraj drugih raziskovalnih disciplin 
treba zavedati njenih omejitev (Boell in Cecez - Kecmanovic, 2015).  
Tako Boell in Cecez - Kecmanovic (2015) trdita, da pri izvedbi sistematičnih pregledov 
samorefleksivnost raziskovalca ne sme umanjkati, in opozorita, da raziskovalec ne sme le 
mehansko slediti protokolu, saj lahko ravno to v pregled prinese pristranskosti. Težava je 
namreč v tem, da lahko nekritična uporaba rigidnih postopkov in metod sistematičnega pregleda 
literature zanemari pomembne vidike znanstvenih spoznanj. Med drugim so težave v tem, da 
poimenovanja konceptov niso enotna, zaradi česar je težko ujeti vse različice pojmovanj 
enakega koncepta (prav tam, str. 167). 
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Tudi mnenja glede raziskovalnih vprašanj, ki jih lahko naslovijo sistematični pregledi literature, 
se med raziskovalci nekoliko razlikujejo. Boell in Cecez - Kecmanovic (2015, str. 163, 169) 
trdita, da lahko sistematični pregledi naslovijo le vprašanja o tem, kaj deluje ali kaj deluje 
najbolje, ter da lahko naslovijo le ozko temo, ki jo je mogoče nasloviti z ekstrakcijo podatkov 
iz najdenih virov. Dodata pa še, da so sistematični pregledi primerni tudi za časovne analize 
objavljenih študij in/ali prepoznavanje njihovih glavnih lastnosti.  
Na drugi strani pa Petticrew in Roberts (2006, str. 45–48) naštejeta večje število možnih 
vprašanj, kot so vprašanja o učinkovitosti (na primer družbenih intervencij), dejavnike tveganja 
ali zaščite, vprašanja o postavljanju diagnoze, različna ekonomska vprašanja, pa tudi vprašanja 
o metodologiji raziskovalnih orodij in pregledi kvalitativnih študij. Kljub razlikam gre v večini 
primerov za vprašanja o tem, ali določena rešitev, naj gre za zdravila, ekonomske odločitve ali 
metodološke postopke, deluje oziroma katera rešitev deluje najbolje. 
Menimo, da je metoda sistematičnega pregleda literature lahko zelo koristna predvsem zato, 
ker omogoči prepoznanje velikega števila virov in ne dopušča neutemeljenega izključevanja 
virov. Kljub temu pa moramo biti pri njeni uporabi refleksivni in kritični ter razumeti njene 
izvedbene in spoznavne omejitve. Ob tem velja spomniti, da metoda sistematičnega pregleda 
morda ni vedno najprimernejša, saj obstajajo številne vrste pregledov literature, ki imajo 
različne namene in uporabne vrednosti. 
5.1.1 Vrste pregledov literature 
Vrst pregledov literature je več. Petticrew in Roberts (2018, str. 39–41) jih predstavita 11, a se 
bomo tu nanašali na nazoren opis štirih. Tak opis je za naše potrebe zadovoljiv, saj je glavni 
namen, da razumemo, kako se sistematični pregled literature razlikuje od ostalih pregledov. 
Boland in drugi (2017, str. 10–13) predstavijo štiri preglede literature: narativni pregled, 
sistematičen pregled, hiter pregled in področni pregled (angl. scoping review). Vsak izmed njih 
je primeren za specifičen namen, njihova uporaba pa je nazorno prikazana tudi na sliki 5.1.  
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Slika 5.1: Primerjava različnih pregledov literature 
 
Vir: Povzeto po Boland in drugi (2017, str. 13). 
Narativne preglede običajno pripravijo strokovnjaki in skušajo nasloviti pomanjkljivosti v 
literaturi in/ali spodbuditi nova raziskovanja z odpiranjem pomembnih tem. Kot je bilo 
omenjeno zgoraj, jih nekateri avtorji pojmujejo kot pristranske. 
Hitri pregledi so se razvili zaradi potrebe po hitro dostopnih informacijah. Njihova natančna 
metoda in upravičenost še nista temeljito opredeljeni. Pogosto gre za preglede, ki temeljijo na 
načelih sistematičnega pregleda literature, vendar zaradi želje po hitrih rezultatih uberejo 
upravičene bližnjice. 
Področni pregledi (angl. scoping reviews) podobno kot hitri pregledi še niso natančno 
opredeljeni, gre pa primarno za kratke in hitre preglede obstoječe literature. Njihov namen je 
določiti približen obseg teme (torej števila prispevkov) ali pa prepoznati pomanjkljivosti 
raziskovalnega polja. Pogosto se jih uporablja pred in med sistematičnimi pregledi za 
orientacijo, saj informirajo o približnem obsegu pregleda in pomagajo osnovati bolj natančna 
raziskovalna vprašanj (Petticrew in Roberts, 2006, str. 48). 
Vidimo lahko, da so hitri in področni pregledi le (okrnjene) izpeljanke sistematičnega pregleda 
literature. Vključujejo tako protokol kot natančne vključitvene in izključitvene kriterije, vendar 
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pa niso tako celoviti in podrobni, zato so običajno tudi enostavnejši po izvedbeni plati. Vseeno 
se bomo poslužili metode sistematičnega pregleda literature, saj je v primeru anketnega 
merjenja SIZ potrebna poglobljena slika raziskovalnega polja. Njegovo izbiro utemeljimo v 
naslednjem razdelku. 
5.1.2 Razlogi za uporabo metode sistematičnega pregleda literature 
Preden izberemo sistematičen pregled literature kot metodo za raziskovanje, je nujno pokazati, 
da je zares potreben oziroma možen (Petticrew in Roberts, 2006, str. 28). Petticrew in Roberts 
(2006, str. 21) naštejeta pet razlogov za izvajanje sistematičnega pregleda literature: 
a) Ko je negotovost za učinkovitost določene politike ali storitve in je bilo na temo 
narejeno že več študij; 
b) V zgodnjih fazah razvoja politik, ko so potrebni dokazi o predvidenih vplivih; 
c) Ko obstaja veliko število raziskav na določeno temo, ampak so številna vprašanja še 
vedno neodgovorjena; 
d) Ko je potrebna splošna in strnjena slika ugotovitev raziskav na določenem tematskem 
polju, ki bi usmerila nadaljnje raziskave; 
e) Ko je potrebna natančna slika predhodnih raziskav in njihovih metodologij za snovanje 
novih metodologij. 
Naš pregled bi lahko uvrstili k točkama d) in e), saj na področju anketnega merjenja SIZ ni 
dovolj razvitih merskih inštrumentov (Belanger in Crossler, 2011). Poleg tega se pogosto 
dogaja, da raziskovalci ne uporabljajo že obstoječih merskih inštrumentov (Li, 2011; Preibusch, 
2013), med razvitimi inštrumenti pa tudi ni jasno, kateri so veljavni in zanesljivi (Belanger in 
Crossler, 2011, str. 1020). Posledično je zato na eni strani potrebna splošnejša slika, ki bi 
predstavila obstoječe inštrumente in ocenila kakovost njihovega razvoja, na drugi strani pa bi 
pregled obstoječih merskih inštrumentov služil za pregled stanja in kot predloga za usmeritev 
raziskovalcev. 
5.1.3 Postopek sistematičnega pregleda literature 
Sistematični pregledi literature so sestavljeni iz vnaprej določenih faz (Petticrew in Roberts, 
2006; Boland in drugi, 2017). Faze so razdeljene različno, odvisno od podrobnosti opisa, kljub 
temu pa se vsebinsko bolj ali manj ujemajo. Sistematični pregled lahko tako v splošnem 
razdelimo na (prirejeno po Petticrew in Roberts, 2006, str. 27; Boell in Cecez - Kecmanovic, 
2011; Boland in drugi, 2017, str. 25): 
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1. utemeljitev, da je sistematičen pregled potreben; 
2. določanje raziskovalnega vprašanja in hipotez ter izvajanje kratkih, predhodnih 
pregledov/iskanj; 
3. določanje vrst študij, potrebnih za odgovor na vprašanje, pisanje protokola in razvijanje 
iskalne strategije; 
4. iskanje ustreznih virov; 
5. hiter pregled rezultatov in ugotavljanje, ali zadoščajo vključitvenim/izključitvenim 
kriterijem (angl. screening); 
6. kritičen pregled izbranih študij skupaj s pregledom kakovosti; 
7. analizo in sintezo pregledanih prispevkov; 
8. diseminacijo rezultatov. 
Prva dva koraka, torej utemeljitev sistematičnega pregleda skupaj s pregledom raziskovalnega 
polja in določanjem raziskovalnih vprašanj, smo že opravili, preostali koraki pa so opisani v 
nadaljevanju. 
5.1.4 Sistematični pregled in merski inštrumenti 
Kot smo videli, je metoda sistematičnega pregleda literature primerna le za iskanje odgovorov 
na omejeno število specifičnih raziskovalnih vprašanj. Predvsem so uporabni za razumevanje, 
kaj deluje, ali za raziskovanje povezanosti dveh konstruktov. Razvite pa so tudi metode za 
sistematičen pregled merskih inštrumentov. Tu lahko kot primer dobre metodologije 
predstavimo metodologijo COSMIN (Prinsen in drugi, 2018), ki je bila primarno razvita za 
področje zdravstva, kot so bili tudi vsi sistematični pregledi, in je tako primarno zanimanje te 
metodologije ocenjevanje meril izidov, ki jih poročajo bolniki (angl. patient-reported outcome 
measures). Rečeno drugače, metodologija skuša oceniti primernost merskih inštrumentov za 
merjenje percepcij o izidih zdravljenja in/ali intervencij. Priporočila so ustrezna tudi za 
preverjanje ustreznosti drugih vrst merskih inštrumentov, vendar je treba priporočila (kjer je to 
primerno) prilagoditi (Prinsen in drugi, 2018, str. 1156). Tako bomo smiselno prilagojeno 
metodo uporabili v magistrskem delu. Glavna prilagoditev bo predvsem izbira ocenjevanja le 
izbranih merskih lastnosti, manjša pa bo prilagoditev metode iz zdravstvenega v družboslovno 
okolje. 
Razloga za izbiro COSMIN metode sta v prvi vrsti dva. Po eni strani gre za zelo uveljavljeno 
metodo, ki so jo različni avtorji uporabili že v mnogih sistematičnih pregledih in je bila 
posledično tudi že večkrat nadgrajena in izpopolnjena (Prinsen in drugi, 2018). Po drugi strani 
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pa v literaturi nismo našli nobene bolj podrobno razdelane metode, ki bi se usmerjala specifično 
v sistematične preglede (različnih vidikov) anketnih merskih inštrumentov. Rammstedt in 
Bluemke (2019) sicer ponudita osnovna priporočila, vendar ta niso niti približno tako 
sistematično urejena in analitično razdelana kot postopki in priporočila, ki so vključeni v metodi 
COSMIN. 
Čeprav gre še vedno za metodo sistematičnega pregleda literature, pa se potek pri pregledu 
merskih inštrumentov nekoliko razlikuje. Kot zapišejo avtorji metode (Prinsen in drugi, str. 
1148), so prvi koraki enaki kot pri splošnih sistematičnih pregledih. Pregled se torej začne s 
pripravo cilja sistematičnega pregleda, sledi določanje vključitvenih kriterijev, ki mu sledita 
iskanje in izbira primernih prispevkov. Potem pa se namesto statističnih analiz opravi podrobna 
analiza metodologije, ki je bila uporabljena pri snovanju merskih inštrumentov, kjer se oceni 
veljavnost vsebine, notranjo strukturo, zanesljivost, mersko napako ipd. Pregled se konča s 
predlogi za nadaljnje študije in diseminacijo. Potek je nazorno predstavljen na sliki 5.2. 
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Slika 5.2: Prikaz postopka za sistematičen pregled po metodi COSMIN9 
 
Vir: Povzeto po Prinsen in drugi (2018, str. 1149). 
5.1.4.1 Postopek kodiranja po metodologiji COSMIN 
Metodologija COSMIN ocenjuje 10 merskih lastnosti, ki so razdeljene v tri sklope (Prinsen in 
drugi, 2018). Prvi sklop se ukvarja z vsebinsko veljavnostjo (korak 5 na sliki 5.2) ter ocenjuje 
razvoj merskega inštrumenta in vsebinsko veljavnost. Drugi sklop (korak 6 na sliki 5.2), 
naslovljen notranja struktura, ocenjuje strukturno veljavnost, notranjo konsistentnost in 
medkulturno veljavnost oziroma mersko nespremenljivost (angl. measurement invariance). 
Tretji sklop (korak 7 na sliki 5.2) pa se ukvarja s preostalimi merskimi lastnostmi, in sicer z 
zanesljivostjo, mersko napako, kriterijsko veljavnostjo, testiranjem hipotez za veljavnost 
 
9 Na sliki so z zvezdico (*) označeni tisti koraki, ki smo jih uporabili v magistrskem delu. Kot je označeno, smo 
pri ocenjevanju kakovosti merskih inštrumentov izvedli le prvi korak, torej ocenili smo metodološko kakovost 
vključenih študij. 
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konstrukta in odzivnostjo (angl. responsiveness). Postopek ocenjevanja posameznega merskega 
inštrumenta po metodologiji COSMIN poteka v treh korakih (Prinsen in drugi, 2018, str. 1150–
1151): 
a) Najprej se oceni metodološka kakovost oziroma možnost za prisotnost pristranskosti za 
vsako posamezno študijo o merski lastnosti po seznamu COSMIN za preverjanje 
prisotnosti pristranskosti (angl. Risk of Bias checklist). Vsaka študija o posamezni 
merski lastnosti se oceni kot zelo dobra, zadostna, dvomljiva ali nezadostna; 
b) Nato se oceni rezultate vsake posamezne študije za posamezno mersko lastnost glede 
na kriterije za dobre merske lastnosti, torej ali vrednosti zadostijo splošno sprejetim 
vrednostim za ustrezne merske lastnosti. Rezultati so ocenjeni kot zadostni (+), 
nezadostni (-) ali nedoločljivi (?); 
c) Na koncu se rezultate posameznih študij združi in ponovno oceni glede na kriterije za 
ustrezne merske lastnosti in tako določi, ali je posamezna merska lastnost – gledano 
skupno glede na vse študije – zadostna (+), nezadostna (–), neskladna (±) ali 
nedoločljiva (?). Temu sledi ocena kakovosti dokazov po prilagojeni metodi GRADE. 
Ta ima štiri nivoje, visoka, zmerna, nizka in zelo nizka, in sicer se določa po prisotnosti 
štirih dejavnikov tveganja (to so pristranskost, neskladnost, netočnost in posrednost). 
Tako se vsaki merski lastnosti za posamezen merski inštrument določi, ali je zadostna, 
nezadostna, neskladna ali nedoločljiva in ali so dokazi za to ustrezni. 
Za kodiranje so na spletnem mestu metodologije  (glej ''COSMIN'', b. d.) na voljo tudi konkretna 
navodila in primeri skupaj s tabelami, ki služijo za pomoč pri kodiranju in določanju končnih 
vrednosti. Omeniti je treba še, da je metodologija COSMIN modularno orodje, kar pomeni, da 
se z njo oceni le tiste lastnosti, ki jih posamezna študija vključuje (Mokkink in drugi, 2018a, 
str. 14). Posledično smo tudi v tej študiji uporabili (skladno z navodili) le določene dele 
omenjene metodologije. 
 
5.2 Opis uporabljenega postopka 
Z namenom iskanja odgovorov na pet raziskovalnih vprašanj bomo iz prispevkov najprej 
izpisali: 
a) opredelitve teoretskega konstrukta SIZ za posamezen inštrument in teoretski okvir, iz 
katerega izhaja; 
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b) kontekst, za katerega je bil anketni merski inštrument razvit; 
c) razsežnosti, ki so jih avtorji prepoznali v procesu razvoja merskega inštrumenta. 
Na podlagi teh podatkov bomo opisali uporabljene opredelitve in teorije, kontekste in 
razsežnosti za vsak anketni inštrument posebej (RV1–4). Temu bo sledil pregled metodološke 
kakovosti postopkov, uporabljenih za razvoj anketnih inštrumentov za merjenje SIZ (RV5). V 
ta namen bomo iz metodologije COSMIN prevzeli šest kategorij s seznama za preverjanje 
kakovosti oziroma preverjanja prisotnosti pristranskosti (Prinsen in drugi, 2018), in sicer: 
značilnosti razvoja merskega inštrumenta, strukturno veljavnost, notranjo konsistentnost, 
medkulturno veljavnost, zanesljivost in kriterijsko veljavnost. 
Na omenjenih šest kategorij se bomo osredotočili, saj nas primarno zanimata opredelitev in 
vsebinska veljavnost inštrumentov. Iz vsake posamične študije bomo najprej prepoznali 
relevantne podatke za vsako izmed kategorij (če je ta v študiji obravnavana) in jih ocenili po 
navodilih metodologije COSMIN. 
Tukaj je pomembno izpostaviti, da se bomo osredotočili le na prispevke, ki se ukvarjajo z 
razvojem anketnih merskih inštrumentov, zaradi česar tudi ne bomo izvedli drugega in tretjega 
koraka po metodologiji COSMIN. Ta študija se osredotoča na kakovost postopka, ki je bil 
izveden pri razvoju anketnih inštrumentov za merjenje SIZ, zaradi česar smo morali metodo 
nekoliko prilagoditi. Tako ne bomo podali skupne ocene vsebinske veljavnosti ali ocenjevali 
kakovosti rezultatov, ki opredeljujejo vsebinsko veljavnost. Ta se sicer v veliki meri določa 
glede na pristranskosti pri metodah, vendar pa zajame tudi drugi vidike, kot so nekonsistentnost 
med rezultati in primerjava različnih študij. Ker bi bilo določanje kakovosti na podlagi naših 
rezultatov pristransko, saj v pregled ne bomo zajeli vseh obstoječih študij, marveč le tiste, v 
katerih so avtorji razvijali in testirali anketne inštrumente za merjenje SIZ, smo se odločili, da 
tega vidika ne bomo preverjali. Kljub temu bomo na podlagi izpisanih podatkov in ocene 
metodološke kakovosti razvitih inštrumentov prikazali celotno sliko anketnih merskih 
inštrumentov za merjenje SIZ – teoretsko podlago, kontekste uporabe, mersko strukturo in 
metodološko kakovost njihovega razvoja. 
V nadaljevanju so najprej predstavljeni vključitveni in izključitveni kriteriji ter iskalna 
strategija, temu pa sledi opis postopka za izpis in analizo pridobljenih podatkov. V delu sicer 
sledimo standardom PRISMA (Liberati in drugi, 2009; Moher in drugi, 2009) za poročanje o 
sistematičnih pregledih literature, vendar smo nekatere dele izpustili oziroma prilagodili. Ker 
je primarni del naše raziskave ravno ocenjevanje pristranskosti in kakovosti študij, in ne 
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njihovih konkretnih rezultatov, smo nekatere dele, kot je na primer opis metod za združitev 
rezultatov, izpustili, druge pa razširili (tj. opis pristranskosti). 
5.2.1 Vključitveni in izključitveni kriteriji 
Glede na zastavljena raziskovalna vprašanja in cilje magistrskega dela smo postavili sledeče 
vključitvene in izključitvene kriterije: 
a) Razvoj anketnega merskega inštrumenta mora biti osrednja tema in namen prispevka; 
b) Prispevek se mora nanašati na nivo analize posameznika (tj. anketiranca), in ne drugih 
enot opazovanja (na primer organizacij, skupin); 
c) Anketni merski inštrument se mora ukvarjati izključno s področjem informacijske 
zasebnosti, zato ne sme obravnavati tem, ki se navezujejo na fizično zasebnost 
(posameznika); 
d) Ocena SIZ mora temeljiti na samooceni posameznika, kar pomeni, da merski inštrument 
temelji na samoporočanju (angl. self-assessment) s pomočjo anketnega vprašalnika; 
e) Prispevek mora vključevati poskus kvantitativnega preverjanja veljavnosti anketnega 
merskega inštrumenta, 
f) Anketni merski inštrument mora biti razvit izključno za preučevanje posameznikove 
SIZ v relaciji do aktivnosti, ki se tičejo internetnega oziroma spletnega okolja ali so z 
njim povezane; 
g) Prispevki morajo biti v angleškem jeziku; 
h) Prispevek mora biti določljivo recenziran. 
5.2.2 Iskalna strategija in izbor ustreznih prispevkov 
Pred glavnim iskanjem je bilo opravljenih več področnih pregledov literature (angl. scoping 
reviews), ki so omogočili prepoznanje izstopajočih prispevkov in optimizacijo iskalne strategije 
ciljnih prispevkov. V iskanje, ki je potekalo 22. 9. 2019, so bile vključene tri bibliografske 
podatkovne baze, in sicer DiKUL, Web of Science in SCOPUS. Te tri baze so bile izbrane, ker 
pokrivajo veliko število virov z vseh področij znanosti. Več različnih baz pa je bilo izbranih, 
ker posamezne baze ne vključujejo vseh prispevkov. Tako smo zmanjšali verjetnost, da bi 
spregledali kakšen pomemben prispevek, ki je zabeležen le v eni sami podatkovni bazi. 
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Iskanje je vključevalo prispevke v časovnem razponu od leta 199610 do leta 2019. Zaradi 
tehničnih zahtev delovanja posameznih bibliografskih podatkovnih baz so se iskalni nizi med 
bazami v tehničnem smislu nekoliko razlikovali (tabela 5.1). Iskane besedne zveze lahko 
razdelimo v štiri sklope. Najprej smo iskali za besedami privacy in concern, saj te najbolj 
pokrivajo naše zanimanje. Ker se številni prispevki ukvarjajo s podobnimi temami, a ni nujno, 
da jih zanima konstrukt SIZ, smo se pri teh dveh ključnih besedah osredotočili le na naslov. 
Tako smo omejili število rezultatov na vsebinsko smiselno in tehnično-procesno obvladljivo 
raven. 
V namen prepoznanja prispevkov, ki se ukvarjajo z razvojem anketnih merskih inštrumentov, 
smo kot drugi sklop ključnih besed uporabili različne pomensko podobne besede, s katerimi bi 
lahko avtorji opisali razvoj anketnega merskega inštrumenta. Te besede so survey, measure, 
factor, development, instrument, question, questionnaire, dimension in scale. V ozir smo vzeli 
vse prispevke, kjer so se te ključne besede uporabile v naslovu, izvlečku ali v ključnih besedah. 
S ključnima besedama information in internet smo zožili obseg prispevkov na informacijsko 
zasebnost oziroma na preučevanje zasebnosti na spletu. Tudi tu je bil pogoj, da so te besede 
vključene v naslovu, povzetku ali izvlečku. Zaradi velikega števila prispevkov, ki se ukvarjajo 
tako z zasebnostjo kot varnostjo, smo iz analize izključili vse prispevke, ki v naslovu vsebujejo 
besedo security ali njene izpeljanke. Iskanje smo dodatno omejili še na angleške prispevke, saj 
zaradi omejitev jezikovnega znanja analize prispevkov v drugih jezikih niso mogoče. Omejili 
smo se tudi na znanstvene članke, knjige, poglavja knjig in prispevke s konferenc, pa tudi na 
recenzirane prispevke. 
  
 
10 Leto 1996 je bilo izbrano kot spodnja meja, saj je bil takrat objavljen prvi anketni merski inštrument za merjenje 
SIZ, ki so ga razvili Smith in drugi (1996). Ta inštrument v analizi ni vključen, saj ni bil razvit za spletno okolje. 
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Tabela 5.1: Uporabljeni iskalni nizi 
Podatkovna baza Uporabljen iskalni niz 
Web of Science 
TITLE: (privacy) AND TITLE: (concern*) AND TOPIC: (survey* OR measure* OR factor* OR 
development* OR instrument* OR question* OR questionnaire* OR dimension* OR scale*) AND 
TOPIC: (information* OR internet*) NOT TITLE: (secur*) AND LANGUAGE: (English) AND 
DOCUMENT TYPES: (Article OR Book OR Book Chapter OR Proceedings Paper) 
Timespan: 1996-2019. Indexes: SCI-EXPANDED, SSCI, A&HCI, CPCI-S, CPCI-SSH, BKCI-S, 
BKCI-SSH, ESCI, CCR-EXPANDED, IC. 
SCOPUS 
( TITLE ( privacy ) AND TITLE ( concern* ) AND TITLE-ABS-KEY ( survey* OR measure* 
OR factor* OR development* OR instrument* OR question* OR questionnaire* OR dimension* 
OR scale* ) AND TITLE-ABS-KEY ( information* OR internet* ) AND NOT TITLE ( secur* ) 
AND 
LANGUAGE ( english* ) AND  PUBYEAR  >  1995  AND  PUBYEAR  <  2020  AND  ( LIMIT
-TO ( DOCTYPE ,  "ar" )  OR  LIMIT-TO ( DOCTYPE ,  "cp" )  OR  LIMIT-
TO ( DOCTYPE ,  "ch" ) )  
DiKUL 
TI privacy AND TI concern* AND ( survey* OR measure* OR factor* OR development* OR 
instrument* OR question* OR questionnaire* OR dimension* OR scale* ) AND ( information* 
OR internet* ) NOT TI secur* 
Omejitve:  Recenzirane publikacije, Datum objave: 19960101-20191231,  Jezik: angleščina 
Iz pridobljenih prispevkov smo najprej odstranili vse dvojnike, temu je sledil pregled naslovov 
in izvlečkov vsakega izmed preostalih prispevkov. Na podlagi vključitvenih in izključitvenih 
kriterijev smo izločili vse prispevke, ki niso ustrezali našim pogojem. Ker pa je pregled 
prispevkov opravil le avtor magistrskega dela (op. JB), smo vse prispevke, kjer se je pojavil 
dvom, zadržali za kasnejšo podrobnejšo analizo. Temu prvem pregledu je sledil posvet z drugim 
raziskovalcem (op. AP), prek česar so se izločili še dodatni viri. Pri virih, kjer iz naslova 
oziroma izvlečka ni bilo jasno, ali je primeren, smo prebrali celotno besedilo, da smo ugotovili, 
ali zadosti našim kriterijem. Temu je sledil pregled celotnih besedil preostalih prispevkov. 
Pregled celotnih prispevkov je opravil avtor magistrskega dela (op. JB), vse nejasnosti pa so 
bile razčiščene skupaj z drugim raziskovalcem (op. AP). V virih, kjer je bilo pregledano celotno 
besedilo, smo preverili tudi reference, ali se tam najde kakšen prispevek, ki zadosti našim 
kriterijem. Na koncu smo dodali še prispevke, ki so bili najdeni prek ročnega iskanja (med 
uvodnim pregledom literature ali med področnimi pregledi). 
5.2.3 Postopek analize in kodiranja izbranih prispevkov in merskih inštrumentov 
Za zbiranje podatkov o lastnostih izbranih anketnih inštrumentih smo pripravili kodirno knjigo. 
Navodila za izpis in kodiranje podatkov smo pripravili v MS Excel podatkovni datoteki, kjer je 
vsaka kategorija tudi opredeljena. Kategorije, vsebovane v kodirni knjigi, so deloma rezultat 
lastnega razmisleka (izpis teorije in opredelitve, izpis strukture merskega modela, podatki o 
vzorcu), nekatere pa smo povzeli iz drugih virov (določanje konteksta smo prevzeli od Yuna in 
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drugih, 2019) in metodologije COSMIN (izbrani deli seznama za preverjanje pristranskosti). 
Pripravljeno kodirno knjigo11 smo nato prenesli v spletno orodje za anketiranje 1KA (''1KA'', 
2019), saj je to omogočilo lažje in bolj pregledno beleženje odgovorov. 
Omeniti velja, da so avtorji znotraj posameznega prispevka, torej znanstvenega članka, 
poglavja ipd., lahko razvijali več anketnih inštrumentov in/ali opravili več študij. Ker je naše 
glavno zanimanje posamezen anketni merski inštrument, ki je tu opredeljen kot enota 
opazovanja, smo pred začetkom kodiranja najprej prepoznali vse anketne inštrumente in 
kodirno knjigo pripravili tako, da se je za vsak anketni inštrument najprej izpisalo njegove 
glavne značilnosti (opredelitev, kontekst uporabe, strukturo merskega modela) in ocenilo 
metodološko kakovost postopkov uporabljenih za zagotavljanje vsebinske veljavnosti, temu pa 
je sledila ocena posameznih kvantitativnih študij (izpis podatkov o vzorcu in ocena 
metodološke kakovosti postopkov za preverjanje notranje veljavnosti in ostalih merskih 
lastnosti). 
Izpis podatkov in kodiranje sta opravila dva raziskovalca (op. JB in TG), kot je priporočeno v 
metodologiji COSMIN. Oba raziskovalca sta se najprej natančno seznanila s kodirno knjigo, 
nato pa sta neodvisno izvedla poskusno kodiranje dveh prispevkov. Po končanem poskusnem 
kodiranju sta, skupaj s tretjim raziskovalcem (op. AP), pregledala stopnjo ujemanja in glavne 
razlike. Te so bile dokumentirane in dosežen je bil konsenz, kako jih odpraviti. Kodirna knjiga 
je bila popravljena in urejena skladno s temi ugotovitvami. 
Temu je sledilo kodiranje preostalih prispevkov. Raziskovalca (op. JB in TG) sta tudi preostale 
prispevke kodirala neodvisno drug od drugega. Ob končanem kodiranju je eden izmed 
raziskovalcev (op. JB) pregledal rezultate za neujemanje. Oba raziskovalca sta se nato sestala, 
razrešila neujemanja in končne vrednosti pripisala prek konsenza. Preostale nejasnosti (ki jih je 
bilo sicer sorazmerno zelo malo) sta raziskovalca predstavila tretjemu raziskovalcu (op. AP), 
pri čemer so po skupnem posvetu prišli do končnih usklajenih rezultatov kodiranja. 
Po končanem kodiranju se je določila še metodološka kakovost posamezne merske lastnosti za 
vsak anketni inštrument, in sicer prek dvostopenjskega procesa. Najprej se je za določitev 
metodološke kakovosti postopkov za posamezno mersko lastnost pri posamezni študiji izbrala 
vrednost najnižje ocenjenega kriterija metodologije COSMIN (Mokkink, 2018a). Nato pa se je, 
v primeru da je bilo za določeno mersko lastnost posameznega inštrumenta izvedenih več študij, 
 
11 Celotna kodirna knjiga je na voljo pri avtorju magistrskega dela. 
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upoštevalo vrednost najboljše ocenjene študije za to mersko lastnost. Tako smo pridobili 
splošno oceno metodološke kakovosti za vsak anketni inštrument. Tak postopek smo izbrali, 
saj gre pri razvoju anketnih inštrumentov pogosto za iterativen proces, kjer se kakovost 
anketnega inštrumenta in njegove lastnosti preveri prek več študij, vsaka nadaljnja študija pa 
lahko naslavlja pomanjkljivosti prejšnje. V rezultatih predstavimo oceno metodološke 
kakovosti uporabljenih postopkov za vsak inštrument, ocene posameznih študij pa se nahajajo 
v prilogi Č. 
 
5.3 Rezultati 
5.3.1 Izbor prispevkov 
Končno iskanje je bilo izvedeno 22. 9. 2019. Iz vseh treh izbranih baz smo pridobili 970 
prispevkov. Pridobljene vire smo vnesli v program JabRef (''JabRef'', 2019).V bazi se je 
pojavila težava, saj so bili podatki nekaterih virov (okoli 100) pomanjkljivi, saj niso vsebovali 
naslovov, avtorjev in/ali povzetkov ipd. Pri teh virih smo te podatke našli ročno in jih ročno 
tudi dopolnili. Nato smo odstranili vse dvojnike. Po odstranitvi dvojnikov je v bazi ostalo 468 
prispevkov. V tem koraku smo ohranili vse prispevke, ki so bili zelo podobni (na primer 
izvleček je bil praktično enak), a so bili objavljeni v različnih publikacijah. Nato smo 
nadaljevali s pregledom izvlečkov vseh zbranih virov. Pri njihovem pregledu smo upoštevali 
vključitvene in izključitvene kriterije ter izločili vse prispevke, ki so kakor koli prekršili 
zastavljene vključitvene in izključitvene kriterije. Če iz izvlečka ni bilo popolnoma jasno, ali 
gre za razvoj anketnega inštrumenta ali ne, smo prispevek iz previdnosti označili za poznejši 
celoten pregled. V tem koraku smo natančneje pregledali tudi tiste prispevke, ki so bili zelo 
podobni, a objavljeni v različnih publikacijah, ter odstranili tiste, pri katerih so bili postopki in 
rezultati enaki. Iz elektronskih baz smo tako pridobili 28 izbranih prispevkov, ki smo jih 
podrobneje pregledali. 
Da bi zagotovili celovitost pregleda, smo v izbranih 28 prispevkih pregledali tudi seznam virov, 
s čimer smo želeli prepoznati dodatne relevantne prispevke, ki jih elektronsko iskanje ni 
prepoznalo. Iz seznamov virov smo pridobili še 12 dodatnih prispevkov. V končni pregled smo 
dodali še 8 prispevkov, ki smo jih našli prek ročnega iskanja, tj. prispevkov, ki smo jih našli 
med pripravo pregleda literature ali med področnimi pregledi. Skupno smo pregledali in 
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prebrali celotno besedilo 48 prispevkov. Potek izbora primernih prispevkov je skladno s 
pristopom PRISMA predstavljen na sliki 5.3. 
Slika 5.3: Potek izbora študij, vključenih v sistematičen pregled 
 
Iz izbranih 48 prispevkov smo izločili tiste, ki so kršili vključitvene in izključitvene kriterije. 
Večina neustreznih prispevkov je bila izločena, ker razvoj anketnega inštrumenta ni bil glavna 
tema prispevka. Drugi najpogostejši razlog za izločitev je bil razvoj anketnega merskega 
inštrumenta, ki ni bil vezan na internet oziroma spletno okolje. Dva prispevka nista bila 
dostopna v angleščini (eden je v španščini, drugi pa v japonščini). Izločeni viri so lahko sicer 
prekršili več vključitvenih kriterijev, vendar je na sliki 5.3 zapisan le najpomembnejši razlog. 
Seznam prispevkov, vključenih v analizo, se nahaja v prilogi A, v prilogi B pa je seznam 
prispevkov, ki smo jih v celoti pregledali, a niso zadostili vključitvenim kriterijem. Podroben 
pregled razlogov za ohranitev oziroma odstranitev prispevkov se nahaja v prilogi C. 
Po izločitvi neustreznih prispevkov je ostalo 13 prispevkov, ki smo jih analizirali. V teh 
prispevkih smo prepoznali 16 anketnih inštrumentov, ki so bili razviti in validirani s pomočjo 
štirih kvalitativnih študij, 27 kvantitativnih študij in 10 pilotnih oziroma kognitivnih študij. V 
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nadaljevanju sledi predstavitev inštrumentov, opis uporabljenih opredelitev, teorij, prepoznanih 
kontekstov in razsežnosti ter ocena kakovosti metodoloških postopkov. V prilogi Č se nahaja 
pregled posameznih kvantitativnih študij skupaj z oceno metodološke kakovosti uporabljenih 
postopkov za razvoj inštrumenta. 
5.3.2 Predstavitev inštrumentov 
Prek uporabljene iskalne strategije smo v izbranih 13 prispevkih našli 16 anketnih inštrumentov 
za merjenje SIZ med posamezniki v kontekstu interneta. Izmed vseh prispevkov jih je 10 razvilo 
po en inštrument, trije pa so razvili vsak po dva. V tabeli 5.2 so predstavljena imena 
inštrumentov skupaj z oznako, avtorji, letom izvora, številom vprašanj/trditev, vrsto merske 
lestvice, razponom odgovorov, vsebino lestvice z odgovori, državo razvoja, jezikom testiranja 
in prisotnostjo prevoda v drug jezik. Pri zadnji kategoriji označba prisotnosti prevoda označuje 
opis postopka prevoda in dostopnost inštrumenta v drugem jeziku. V nekaterih prispevkih 
namreč ni bilo jasno, v katerem jeziku je bil inštrument testiran, oziroma se lahko sklepa, da ni 
bil testiran v angleščini. Ker pa avtorji tega niso jasno opisali in/ali niso izvedli potrebnih 
postopkov za prevod inštrumenta v drug jezik, je bilo v teh primerih označeno, da prevod ni bil 
izveden. Torej kategorija prevod označuje prisotnost formalnega prevoda anketnega 
inštrumenta v drug jezik. 
Iz tabele 5.2 lahko razberemo, da je bil prvi anketni inštrument za merjenje SIZ v spletnem 
okolju predstavljen leta 2004, najnovejši pa izvirajo iz leta 2017. Vendar pa je iz pregleda 
prispevkov razvidno, da lahko kot ''nove'' inštrumente pojmujemo tiste pred letom 2008, torej 
IPC-1, IUIPC, OPC, CPCI in ECWPC, ter inštrument MUCIP, saj preostali inštrumenti skoraj 
v celoti temeljijo na prilagoditvi in integraciji predhodnih inštrumentov in lestvic v nove 
kontekste. Omeniti velja tudi, da vsi analizirani inštrumenti sprašujejo po SIZ direktno (glej 
razdelek 3.3.1). 
V smislu števila vprašanj/trditev in vrste merske lestvice so si inštrumenti precej podobni. 
Morda sta v tem pogledu nekoliko posebna le inštrumenta ECWPC (Castaneda, Montoso in 
Luque, 2007) in UPCSNS (Zheng, Shi, Zeng in Lu, 2010). Prvi namreč vsebuje le 4 trditve, 
namenjen pa je merjenju SIZ na spletnih mestih, torej gre za specifičen kontekst. Drugi pa 
vsebuje 28 trditev (največ med vsemi analiziranimi inštrumenti) in je namenjen merjenju SIZ 
v kontekstu spletnih socialnih omrežij. Konteksti, za katere so bili anketni merski inštrumenti 
razviti, so podrobneje predstavljeni v razdelku 5.3.5. 
  
5
6
 
Tabela 5.2: Značilnosti anketnih inštrumentov za merjenje SIZ med spletnimi uporabniki 
Inštrument Oznaka Vir 
Število 
vprašanj / 
trditeva 
Merska 
lestvica 
Razpon 
odgovorov 
Vsebina odgovorov Država razvoja Jezik Prevod 
Internet Privacy Concerns IPC-1 Dinev in Hart (2004) 14 Intervalna 1-5 Ni podatka ZDA Angleščina Ne 
Internet Users’ Information Privacy 
Concerns 
IUIPC 
Malhotra, Kim in 
Agarwal (2004) 
10 Intervalna 1-7 
Sploh se ne strinjam – močno 
se strinjam 
ZDA Angleščina Ne 
Online Privacy Concern OPC 
Buchanan, Paine, 
Joinson in Reips (2007) 
16 Intervalna 1-5 Sploh ne – popolnoma VB Angleščina Ne 
Customer Privacy Concern on the 
Internet 
CPCI 
Castaneda, Montoso in 
Luque (2007) 
8 Intervalna 1-7 Ni podatka 
Španija (ni 
natančno 
opisano) 
Ni jasno Ne 
E-commerce Website Privacy Concern ECWPC 
Castaneda, Montoso in 
Luque (2007). 
4 Intervalna 1-5 Ni podatka 
Španija (ni 
natančno 
opisano) 
Ni jasno Ne 
Adapted online Privacy Concern and 
Protection for use on the internet 
APCP Taddicken (2010) 17 Intervalna 1-5 Sploh ne – popolnoma Nemčija Nemščina Da 
Adapted online Privacy Concern and 
Protection for use on the internet – 18 
APCP-18 Taddicken (2010) 8 Intervalna 1-5 Sploh ne – popolnoma Nemčija Nemščina Da 
Users' Privacy Concerns on Social 
Network Service 
UPCSNS 
Zheng, Shi, Zeng in Lu 
(2010) 
28 Intervalna 1-7 
Sploh se ne strinjam – močno 
se strinjam 
Kitajska Ni jasno Ne 
Mobile Users' Concerns for 
Information Privacy 
MUCIP 
Xu, Gupta, Rosson in 
Carroll (2012) 
9 Intervalna 1-7 Ni podatka ZDA Angleščina Ne 
Internet Privacy Concerns IPC-2 Hong in Thong (2013) 18 Intervalna 1-7 
Sploh se ne strinjam– močno 
se strinjam 
Hong Kong Ni jasno Ne 
Social Media users' Information 
Privacy Concern 
SMIPC Osatuyi (2014) 14 Intervalna 1-5 
Sploh se ne strinjam – močno 
se strinjam 
ZDA Angleščina Ne 
Social Network Sites Information 
Privacy Concerns 
SNS-IPC 
Borena, Belanger, 
Ejigu in Anteneh 
(2015) 
15 Intervalna Ni podatka Ni podatka Etiopijab Angleščina Ne 
Amharic Social Network Sites 
Information Privacy Concerns 
Amharic SNS-
IPC 
Borena, Belanger, 
Ejigu in Anteneh 
(2015) 
15 Intervalna Ni podatka Ni podatka Etiopija Amharščina Da 
Turkish Online Privacy Concerns Scale Turkish OPCS Alakurt (2017) 14 Intervalna 1-5 Sploh ne – popolnoma Turčija 
Angleščina in 
turščina 
Da 
App Information Privacy Concerns AIPC Buck in Burster (2017) 17 Intervalna 
1-7, nimam 
mnenja 
Sploh se ne strinjam – močno 
se strinjam, nimam mnenja 
Nemčija Ni jasno Ne 
Social Media Site Privacy Concerns SMSPC Koohang (2017) 18 Intervalna 1-7 
Popolnoma se ne strinjam – 
popolnoma se strinjam 
ZDA Angleščina Ne 
 
aPovprečno število vprašanj/trditev vključenih v anketne inštrumente je 14,1, mediana pa znaša 14,5 
bPilotna študija: Avstralija, Etiopija, ZDA 
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Inštrumenti so bili razviti in testirani v različnih državah. Te vključujejo ZDA, VB, Španijo, 
Nemčijo, Kitajsko, Hong Kong in Etiopijo. Večinoma so bili testirani v angleščini. V treh 
prispevkih so avtorji jasno opisali postopek prevoda v drug jezik (v primeru inštrumentov 
APCP, APCP-18, Amharic SNS-IPC in Turkish OPCS). V preostalih prispevkih ni jasno, v 
katerem jeziku je bil inštrument testiran, kot tudi ne, ali so bili v primeru prevoda v drug jezik 
opravljeni ustrezni postopki. Pomanjkanje ustreznega in validiranega prevoda lahko sicer 
ogrozi vsebinsko veljavnost inštrumenta, saj pojem (informacijske) zasebnosti ni enako 
razumljen v vseh kulturah (Gellman in Dixon, 2011). Borena, Belanger, Ejigu in Anteneh 
(2015, str. 7) na primer navajajo težave in pomisleke pri prevodu besede zasebnost v amharski 
jezik. Amharščina namreč nima pomensko enakovrednega izraza za zasebnost, zato so morali 
avtorji najti novo skovanko, s katero so prenesli zahodnjaški pomen zasebnosti. 
V tem pogledu lahko raziskovalce, ki razvijajo anketne inštrumente za merjenje SIZ, ali 
raziskovalce, ki se kakor koli ukvarjajo z raziskovanjem zasebnosti, opozorimo na posebno 
občutljivo in kulturno specifično razumevanje pojma zasebnosti, zaradi česar rezultati študij, 
pridobljenih v eni kulturi, niso nujno neposredno primerljivi z rezultati v drugih kulturah. 
Zanimivo je tudi, da se kljub razvoju inštrumentov v različnih državah in kulturah v nobenem 
od analiziranih prispevkov avtorji ne ukvarjajo z medkulturno veljavnostjo merske lestvice (glej 
razdelek 5.3.7). 
Omeniti velja še povezave med anketnimi inštrumenti. Kot smo razbrali iz našega pregleda, vsi 
anketni inštrumenti, razen OPC (Buchanan, Paine, Joinson, in Reips, 2007), ponovno uporabijo 
eno ali več lestvic iz predhodnih inštrumentov (glej sliko 5.4). Kot smo že izpostavili, lahko kot 
nove inštrumente razumemo tiste, ki so bili razviti v obdobju zavedanja. Tem lahko priključimo 
še inštrument MUCIP (Xu, Gupta, Rosson in Carroll, 2012). V omenjenih anketnih 
inštrumentih avtorji v celoti razvijejo vsaj eno novo lestvico ali pa predhodne inštrumente 
močno prilagodijo. V preostalih inštrumentih gre večinoma le za ponovno uporabo ali 
integracijo obstoječih lestvic in preverjanje njihovih psihometričnih lastnostih v novih 
kontekstih. Pri tem avtorji izvedejo manjše spremembe lestvic (prilagodijo ubeseditev 
vprašanj/trditev in/ali dodajo oziroma odvzamejo kakšno vprašanje/trditev) in/ali opredelijo 
SIZ v okviru drugačne strukture merskega modela. Čeprav je ponovna uporaba obstoječih 
lestvic in inštrumentov dobra/zaželena praksa (Preibusch, 2013), pa bi bilo smiselno anketne 
inštrumente za merjenje SIZ v novih kontekstih razviti bolj natančno in celovito. 
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Slika 5.4: Prikaz časovnice razvoja in povezav med inštrumenti glede na štiri obdobja raziskovanja informacijske zasebnosti12 
 
 
12 Inštrumenti v sivi barvi niso bili vključeni v pregled. Smer puščic nakazuje vir, na podlagi katerega je bil razvit nov inštrument (na primer IUIPC je bil razvit na osnovi CFIP). 
Povezave med inštrumenti, ki niso bili vključeni v pregled, niso označene. 
Legenda oblik: pravokotnik – nismo vzeli v pregled; trapez – kontekst e-poslovanja; elipsa – kontekst splošne internetne uporabe; paralelogram – kontekst spletnih socialnih 
omrežij; romb – kontekst mobilnega interneta. Za razlago kontekstov glej razdelek 5.3.4. 
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5.3.3 Opredelitve SIZ kot osnova za razvoj anketnih merskih inštrumentov 
Naše prvo raziskovalno vprašanje (RV1) se nanaša na prepoznane neenotnosti v pojmovanju 
konstrukta SIZ. Ugotovili smo, da je bila opredelitev konstrukta SIZ zapisana v 10 prispevkih 
(77 %) za 12 anketnih inštrumentov (75 %). Hkrati rezultati kažejo, da je bil SIZ utemeljen na 
teoriji le v petih prispevkih. Opredelitev in uporabljena teorija za posamezni anketni merski 
inštrument sta skupaj z virom (če so ga avtorji navedli) predstavljena v tabeli 5.3. 
Na podlagi pregleda lahko inštrumente glede na teoretsko opredelitev SIZ razdelimo v dve 
glavni skupini. V prvi skupini opredelitve SIZ izpostavljajo željo ali občutek nadzora (OPC, 
CPCI, ECWPC in UPCSNS). V drugo skupino sodijo opredelitve, ki so usrediščene na skrb za 
lastno informacijsko zasebnost ali zaznavo o njej (IUIPC, MUCIP, IPC-2, SMIPC, SNS-IPC, 
Amharic SNS-IPC, AIPC in SMSPC). Izkaže se namreč, da opredelitve štirih inštrumentov, 
vključenih v prvo skupino (OPC, CPCI, ECWPC in UPCSNS), izražajo ''željo, da se prepreči 
dostop'' (Buchanan in drugi, 2017, str. 158), željo ''spletnega potrošnika, da nadzira 
pridobivanje in uporabo informacij'' (Castaneda in drugi, 2007, str. 424) oziroma uporabnikovo 
''pravico ali zmožnost nadzora'' (Zheng in drugi, 2010, str. 1539). Zaradi nanašanja primarno 
na nadzor oziroma željo po nadzoru lahko omenjene štiri inštrumente združimo v eno skupino. 
Ta opredelitev se ujema tudi s pristopom opredelitve zasebnosti kot nadzora, ki je bil 
predstavljen v razdelku 2.1. 
V drugo skupino lahko združimo vse inštrumente, v katerih je SIZ opredeljena v smislu 
(psihološkega) stanja. Iz tabele 5.4 namreč vidimo, da vsi preostali inštrumenti, ki jih nismo 
vključili v prvo skupino, SIZ opredeljujejo v smislu subjektivnih pogledov (Malhotra in drugi, 
2004), kot skrb (mobilnih) uporabnikov (Xu in drugi, 2012) ali kot ''občutke, percepcijo ali 
skrb'' (Borena in drugi, 2015, str. 3). To skupino inštrumentov lahko uvrstimo pod pristop 
opredelitve zasebnosti kot stanja (predstavljeno v razdelku 2.1). Na podlagi tega lahko tudi 
izpostavimo, da vsi prepoznani inštrumenti merijo subjektivne ocene posameznikov (tj. občutek 
nadzora, strah pred izgubo informacijske zasebnosti, mnenja o lastni informacijski zasebnosti 
ipd.), ne merijo pa posameznikovih vrednot ali zaznane vrednosti lastnih osebnih podatkov. Ti 
vidiki spadajo pod opredelitve, ki razumejo zasebnost kot vrednoto (glej razdelek 2.1). 
Prihodnji anketni inštrumenti bi se lahko usmerili tudi v merjenje vrednot ali zaznane vrednosti 
lastnih osebnih informacij. 
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Tabela 5.3: Opredelitve SIZ in uporabljene teorije pri razvoju inštrumenta 
Oznaka 
Konceptualizacija 
Opredeliteva Teorija 
IPC-1 / / 
IUIPC 
Posameznikovi subjektivni pogledi o poštenosti znotraj informacijske zasebnosti. Povzeto po 
Campbell (1997). 
Teorija družbene pogodbe (Donaldson, 1989) 
OPC 
Želja, da se prepreči dostop drugim do lastnih osebnih informacij. Povzeto po Westin (1967). SIZ je 
subjektivna in se razlikuje med osebami. 
/ 
CPCI Želja spletnega potrošnika, da nadzira pridobivanje in ponovno uporabo informacij, ki se 
proizvedejo ali ustvarijo prek spleta o njem. Povzeto po Westin (1967). 
/ 
ECWPC / 
APCP / / 
APCP-18 / / 
UPCSNS 
Uporabnikova pravica ali zmožnost nadzora do odločanja, katere osebne podatke bo razkril in na 
kakšen način. 
/ 
MUCIP 
Skrb mobilnih uporabnikov o možni izgubi zasebnosti zaradi posredovanja informacij zunanjemu 
agentu. 
Teorija upravljanja komuniciranja zasebnosti 
(Petronio, 2002) 
IPC-2 
Percepcija znotraj diadnega odnosa med posameznikom in spletno entiteto, ki je lahko določena 
spletna stran ali kategorija spletnih strani. 
Večrazsežna razvojna teorija (Laufer in Wolfe, 
1977) 
SMIPC 
Skrb za informacijsko zasebnost na spletnih socialnih omrežjih je razumljena kot skrb za izgubo 
zasebnosti zaradi posredovanja osebnih informacij znanim in neznanim zunanjim agentom. To 
vključuje druge uporabnike, ponudnike storitev in tretje družbe. 
Teorija upravljanja komuniciranja zasebnosti 
(Petronio, 2002) 
SNS-IPC Meri občutek, percepcijo ali skrb uporabnikov spletnih socialnih medijev v odnosu do aktivnosti 
ponudnikov teh storitev in drugih uporabnikov, ki bi lahko okrnile pravico ali zmožnost nadziranja 
lastne zasebnosti. 
/ 
Amharic 
SNS-IPC 
/ 
Turkish 
OPCS 
/ / 
AIPC 
Stopnja posameznikove SIZ pri uporabi mobilnih storitev. Konkretno naslavlja skrb, osebni odnos in 
zahteve uporabnikov do zbiranja, uporabe in procesiranja podatkov pridobljenih prek mobilnih 
aplikacij. 
Teorija družbene pogodbe (Friend, b. d.) in 
teorija upravljanja komuniciranja zasebnosti 
(Petronio, 2002). 
SMSPC 
Stopnja, do katere je internetni uporabnik zaskrbljen o praksah spletnih strani v zvezi z zbiranjem 
njegovih osebnih informacij in njihove uporabe. 
/ 
aOpredelitve so prevedene in prilagojene, da so krajše in povzemajo bistvo njihove vsebine. 
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Poleg tega je iz tabele 5.4 razvidno, da štirje inštrumenti niso formalno opredelili merjenega 
konstrukta, torej konstrukta SIZ. Kot je bilo predstavljeno v razdelku 3.4.1, je opredelitev 
ključna faza konceptualizacije anketnih merskih inštrumentov, neustrezna opredelitev pa ''vodi 
v številne težave kasneje v procesu validacije'' (MacKenzie in drugi, 2011, str. 298). 
Pomanjkanje opredelitve konstrukta SIZ v štirih inštrumentih (IPC-1, APCP, APCP-18 in 
Turkish OPCS) lahko oteži preverjanje njihove veljavnosti, hkrati pa kaže, da so avtorji 
preskočili enega izmed ključnih korakov v razvoju anketnih inštrumentov. 
Med inštrumenti, ki sicer vsebujejo formalno opredelitev konstrukta SIZ, pa avtorji nejasno 
opredelijo konceptualno domeno, včasih pa tudi entiteto, na katero se nanaša. S konceptualno 
domeno je mišljena ''splošna vrsta lastnosti, na katero se … konstrukt nanaša,'' kjer je splošna 
lastnost razumljena kot misel, občutek, zaznava, dejanje, izid ali notranja lastnost (MacKenzie 
in drugi, 2011, str. 298). Iz prepoznanih opredelitev vidimo, da avtorji govorijo o ''subjektivnih 
pogledih'' (Malhotra in drugi, 2004), želji po nadzoru (npr. Castaneda in drugi, 2007; Zheng in 
drugi, 2010) ali pa o ''občutku, percepciji ali skrbi'' (Borena in drugi, 2015, str. 3), iz česar pa 
večinoma ne moremo presoditi, ali gre za afektivne vidike, torej čustva, stališča, ocene, za 
kognicijo, torej prepričanja ali mnenja, ali pa za dejanja itd. Kot je ugotovil Schawb13 (1980, 
str. 12–13, v MacKenzie, 2011, str. 298), je ''bilo veliko zmede povzročene, ker referenčni 
konstrukt ni bil jasno izražen v opredelitvi in/ali v premiku od opredelitve k merjenju''. 
Pri določanju entitete, na katero se SIZ v posamezni opredelitvi konstrukta nanaša, so sicer 
avtorji bolj natančni, saj je ta jasno izražena za 10 inštrumentov (IUIPC, CPCI, ECWPC, 
UPCSNS, MUCIP, IPC-2, SNS-IPC, Amharic SNS-IPC, AIPC, SNSPC). Kljub temu pa v 
nekaterih opredelitvah umanjka jasna opredelitev, v odnosu do koga se meri SIZ. Kot primer 
dobre opredelitve entitete lahko navedemo opredelitev pri inštrumentu MUCIP (Xu in drugi, 
2012) in pri inštrumentu IPC-2 (Hong in Thong, 2013), saj obe opredelitvi jasno izpostavita 
vključene entitete, in sicer gre pri prvem inštrumentu za skrb mobilnih uporabnikov (entiteta 
ena) v odnosu do zunanjega agenta (entiteta dve), pri drugem inštrumentu pa za skrb 
posameznika (entiteta ena) v odnosu do določene spletne strani ali do kategorije spletnih strani 
(entiteta dve). Nasprotno pa takšno natančnost pogrešamo pri, na primer, opredelitvi 
inštrumentov IUIPC (Malhotra in drugi, 2004), OPC (Buchanan in drugi, 2007) in UPCSNS 
(Zheng in drugi, 2010), saj pri opredelitvah ni izpostavljeno, v odnosu do koga se meri SIZ. 
 
13 Schwab, D. P. (1980). Construct validity in organizational behavior. In B. M. Staw in L. L. Cummings (ur.), 
Research in Organizational Behavior, zv. 2 (str. 3–43). Greenwich, CT: JAI Press. 
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Vendar pa ta nenatančnost pri omenjenih inštrumentih ni kritična, saj se lahko nanašajo tudi na 
posameznikova splošna občutja o informacijski zasebnosti, in ne nujno v odnosu do druge 
entitete. Sicer pa je določitev odnosa zelo pomembna za vsebinsko veljavnost, saj inštrument, 
ki je razvit za razumevanje SIZ med uporabnikom in drugimi uporabniki na spletnih socialnih 
omrežjih, morda ni najprimernejši za merjenje SIZ v odnosu med uporabnikom in spletnim 
trgovcem – oba inštrumenta lahko namreč merita različne vidike konstrukta. Čeprav natančnost 
pri opredelitvi entitet, ki so vključene v izmenjavo informacij, večinoma ni kritična, bi bila 
večja specifičnost vsekakor dobrodošla. 
Pri razvoju anketnih merskih inštrumentov je teoretska zaslomba jasno izpostavljena le pri petih 
inštrumentih, pri čemer je najpogosteje omenjena teorija upravljanja komuniciranja zasebnosti 
(angl. communication privacy management theory), ki jo je razvil Petronio (2002). Tej teoriji 
sledita teorija družbene pogodbe (Donaldson, 1989; Friend, b. d.) in večrazsežna razvojna 
teorija (Laufer in Wolfe, 1977). Zastavlja se torej vprašanje, zakaj v drugih prispevkih avtorji 
inštrumentov niso utemeljili na teoriji oziroma tega niso eksplicitno zapisali. To lahko 
razumemo kot kritično pomanjkljivost razvitih inštrumentov, saj je ravno uporaba teorije v 
veliko pomoč pri jasni opredelitvi konstrukta, ki ga želimo z inštrumentom izmeriti. 
Nenatančnost v opredelitvi merjenega konstrukta vodi k nejasnostim v procesu 
operacionalizacije in nadaljnjim težavam pri uporabi razvitih anketnih merskih inštrumentov 
za napovedovanje vedenjske namere ali vedenja. Hkrati je tudi zanimivo, zakaj ni nihče 
uporabil teorije, ki jo je razvila Nissenbaumova (2010). Ta namreč natančno določi akterje v 
prenosu informacij kot tudi kontekst prenosa informacij. Iz teoretskega premisleka v poglavju 
3.2 je namreč razviden poseben pomen konteksta v odnosu do zasebnosti, hkrati pa večja 
specifičnost merskih inštrumentov predvidoma omogoči tudi bolj natančne napovedi 
vedenjskih namer v izbranih kontekstih (DeVellis, 2012, str. 73–75). 
Iz našega pregleda opredelitev in teoretske osnove prepoznanih anketnih merskih inštrumentov 
za merjenje SIZ lahko zaključimo, da je potrebna večja jasnost in natančnost pri določanju 
merjenega konstrukta. Vidimo tudi, da bi lahko naslovitev prepoznanih težav, predvsem bolj 
natančne specifikacije konceptualne domene merjenega konstrukta kot tudi bolj pogosta 
uporaba teorije, močno izboljšala tako vsebinsko veljavnost analiziranih inštrumentov kot tudi 
možnosti preverjanja te veljavnosti, hkrati pa bi omogočila bolj ozaveščeno izbiro pravega 
inštrumenta za pravi kontekst. Raziskovalci tako ne bi bili primorani k prilagajanju obstoječih 
inštrumentov za lastne specifične potrebe, saj bi bili na voljo jasno opredeljeni inštrumenti z 
znanimi primeri uporabe. 
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5.3.4 Konteksti v anketnih inštrumentih za merjenje SIZ 
Kontekste smo ocenjevali glede na vidike, ki so jih prepoznali Yun in drugi (2019), to so: vrsta 
posameznikov, vrsta osebnih informacij, vrsta entitete, ki obdeluje podatke, ter vrsta 
tehnološkega in storitvenega konteksta (tabela 5.4). Za oceno posameznih vidikov smo v ozir 
vzeli tako opis anketnega inštrumenta kot tudi vsebino vključenih vprašanj in/ali trditev. Na 
podlagi prepoznanih kontekstov smo lahko odgovorili na drugo raziskovalno vprašanje (RV2), 
kjer nas je zanimalo, za katere kontekste so bili razviti anketni merski inštrumenti za merjenje 
SIZ med uporabniki spleta. Rezultati kažejo, da so inštrumenti razviti le za manjše število 
kontekstov. 
Yun in drugi (2019) so denimo prepoznali sedem vrst posameznikov, vendar pa obstoječi 
inštrumenti pokrivajo le tri, to so: potrošnik na spletu, uporabnik interneta in bloger/uporabnik 
spletnih socialnih omrežij. Inštrumenti tudi ne sprašujejo po natančno določenih informacijah, 
saj gre v skoraj vseh primerih za splošne/nedoločene informacije. V tem pogledu med 
inštrumenti sicer zasledimo štiri izjeme (IPC-1, OPC, APCP in MUCIP). V IPC-1 (Dinev in 
Hart, 2004) se del trditev nanaša na posameznikovo skrb v zvezi z dostopom drugih oseb do 
različnih osebnih podatkov, kot so kraj in datum rojstva, podatki o družinskih članih, kraju 
bivanja ipd. Kljub temu lahko ta inštrument razumemo kot SIZ v splošnem kontekstu, saj je 
namen avtorjev, da razvijejo ''inštrument za merjenje SIZ posameznikov, ki uporabljajo 
internet'' (prav tam, str. 413), kar nakazuje na splošno internetno uporabo. Podobno je tudi pri 
dveh ostalih izjemah, OPC (Buchanan in drugi, 2007) in APCP (Taddicken, 2010). Le MUCIP 
(Xu in drugi, 2012) se izrecno nanaša na določeno vrsto informacij, in sicer na lokacijske 
informacije. Podobno se tudi pri entiteti, ki obdeluje podatke, pokriva le majhno število entitet. 
Večinoma se inštrumenti nanašajo na drugo, tretjo in četrto družbo ali podjetje oziroma spletno 
stran, kasneje pa začnejo vključevati tudi druge uporabnike. Le IPC-2 (Hong in Thong, 2013) 
meri obdelovanje podatkov (tudi) s strani vlade. Podobno je pri vrsti tehnološkega ali 
storitvenega konteksta, kjer inštrumenti pokrivajo le omejeno število kontekstov, in sicer 
splošno internetno uporabo, e-poslovanje in spletne/mobilne storitve. Tudi tu se le IPC-2 naveže 
na področje vladnega nadzora. Zanimiva je ugotovitev, da nobeden od analiziranih 
inštrumentov ni bil razvit za zdravstveno okolje ali delovno okolje. Odsotnost takšnih 
inštrumentov nas je presenetila, ker gre za dva konteksta, kjer se zasebnost posameznika nanaša 
na posebej občutljive osebne podatke. 
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Tabela 5.4: Konteksti, za katere so bili razviti anketni merski inštrumenti  
 Kontekst 
Kontekstualna skupina 
Oznaka Vrsta posameznikov Vrsta osebnih informacij Vrsta entitete, ki obdeluje podatke 
Vrsta tehnološkega in storitvenega 
konteksta 
IPC-1 
Potrošnik (na spletu), uporabnik 
interneta 
Splošne/nedoločenea Splošno/nedoločeno 
Splošna internetna uporaba, e-
poslovanje 
Splošna internetna 
uporaba 
IUIPC 
Potrošnik (na spletu), uporabnik 
interneta 
Splošne/nedoločene 
Druga in tretja družba, podjetje/spletna 
stran 
Splošna internetna uporaba, e-
poslovanje 
E-poslovanje 
OPC 
Potrošnik (na spletu), uporabnik 
interneta 
Splošne/nedoločenea 
Druga, tretja in četrta družba, 
podjetje/spletna stran, drug uporabnik 
Splošna internetna uporaba, e-
poslovanje 
Splošna internetna 
uporaba 
CPCI 
Potrošnik (na spletu), uporabnik 
interneta 
Splošne/nedoločene 
Druga, tretja in četrta družba, 
podjetje/spletna stran 
Splošna internetna uporaba, e-
poslovanje 
Splošna internetna 
uporaba 
ECWPC 
Potrošnik (na spletu), uporabnik 
interneta 
Splošne/nedoločene 
Druga, tretja in četrta družba, 
podjetje/spletna stran 
Splošna internetna uporaba, e-
poslovanje 
E-poslovanje 
APCP 
Potrošnik (na spletu), uporabnik 
interneta, bloger/uporabnik spletnih 
socialnih omrežij 
Splošne/nedoločenea 
Druga, tretja in četrta družba, 
podjetje/spletna stran, drug uporabnik 
Splošna internetna uporaba, e-
poslovanje, spletne/mobilne storitve 
Splošna internetna 
uporaba 
APCP-18 
Uporabnik interneta, bloger/uporabnik 
spletnih socialnih omrežij 
Splošne/nedoločene 
Druga, tretja in četrta družba, 
podjetje/spletna stran, drug uporabnik 
Splošna internetna uporaba, 
spletne/mobilne storitve 
Splošna internetna 
uporaba 
UPCSNS 
Uporabnik interneta, bloger/uporabnik 
spletnih socialnih omrežij 
Splošne/nedoločene 
Druga, tretja in četrta družba, 
podjetje/spletna stran, drug uporabnik 
Spletne/mobilne storitve Spletna socialna omrežja 
MUCIP 
Uporabnik interneta, uporabnik 
mobilnih storitev 
Lokacijske informacije, 
splošne/nedoločene 
Druga, tretja in četrta družba, 
podjetje/spletna stran 
Splošna internetna uporaba, e-
poslovanje, spletne/mobilne storitve 
Mobilni internet 
IPC-2 Uporabnik interneta Splošne/nedoločene 
Druga, tretja in četrta družba, 
podjetje/spletna stran, vlada 
Splošna internetna uporaba 
Splošna internetna 
uporaba 
SMIPC 
Uporabnik interneta, bloger/uporabnik 
spletnih socialnih omrežij 
Splošne/nedoločene 
Druga, tretja in četrta družba, 
podjetje/spletna stran, drug uporabnik 
Spletne/mobilne storitve Spletna socialna omrežja 
SNS-IPC 
Uporabnik interneta, bloger/uporabnik 
spletnih socialnih omrežij 
Splošne/nedoločene 
Druga, tretja, četrta družba, 
podjetje/spletna stran, drug uporabnik 
Spletne/mobilne storitve Spletna socialna omrežja 
Amharic 
SNS-IPC 
Uporabnik interneta, bloger/uporabnik 
spletnih socialnih omrežij 
Splošne/nedoločene 
Druga, tretja in četrta družba, 
podjetje/spletna stran, drug uporabnik 
Spletne/mobilne storitve Spletna socialna omrežja 
Turkish 
OPCS 
Potrošnik (na spletu), uporabnik 
interneta, bloger/uporabnik spletnih 
socialnih omrežij 
Splošne/nedoločenea 
Druga, tretja in četrta družba, 
podjetje/spletna stran, drug uporabnik 
Splošna internetna uporaba, e-
poslovanje, spletne/mobilne storitve 
Splošna internetna 
uporaba 
AIPC 
Uporabnik interneta, uporabnik 
mobilnih storitev 
Splošne/nedoločene 
Druga in tretja družba, podjetje/spletna 
stran 
Splošna internetna uporaba, 
spletne/mobilne storitve 
Mobilni internet 
SMSPC 
Uporabnik internet, bloger/uporabnik 
spletnih socialnih omrežij 
Splošne/nedoločene 
Druga, tretja, in četrta družba, 
podjetje/spletna stran, drug uporabnik 
Spletne/mobilne storitve Spletna socialna omrežja 
aNekatera vprašanja ali trditve, vključene v inštrument, so specifične in sprašujejo po določeni vrsti informacij. Kljub temu bi težko govorili, da inštrument meri SIZ 
v povezavi z določeno vrsto informacij. Zaradi tega smo zapisali, da inštrumenti merijo splošne/nedoločene informacije. 
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Z namenom boljšega pregleda kontekstov, za katere so bili inštrumenti že razviti, smo 
inštrumente prek kvalitativnega pregleda združili glede na vsebinsko podobnost kontekstov, ki 
jih pokrivajo. Potek in utemeljitev združitve posameznih inštrumentov sta opisana v 
nadaljevanju. Vsak prepoznani inštrument smo uvrstili v eno kontekstualno skupino (tabela 5.4, 
zadnji stolpec). 
Iz rezultatov pregleda je namreč razvidno, da se večina inštrumentov, razvitih pred letom 2008 
(IPC-1, IUIPC, OPC, CPCI in ECWPC), nanaša na spletnega potrošnika in uporabnika 
interneta, pri čemer se praviloma nanašajo na splošno internetno uporabo in e-poslovanje. Ta 
ugotovitev je tudi skladna z obdobjem zavedanja, ki ga predstavijo Yun in drugi (2019), saj je 
v tem obdobju značilno raziskovanje pomena informacijske zasebnosti za e-poslovanje in 
spletne storitve. K tem inštrumentom lahko dodamo tudi inštrumenta APCP (Taddicken, 2010) 
in Turkish OPCS (Alakurt, 2017), ki se glede na vprašanja, ki jih vsebujeta, nanašata primarno 
na splošno internetno uporabo in e-poslovanje, četudi avtorji izpostavijo, da sta bila razvita za 
družbeni splet in spletna socialna omrežja. Velja pa tu izpostaviti, da se izmed omenjenih 
sedmih inštrumentov le IUIPC (Malhotra in drugi, 2004) in ECWPC (Castaneda in drugi, 2007) 
izrecno nanašata na kontekst e-poslovanja. Ostali inštrumenti sicer vključujejo elemente e-
poslovanja, vendar lahko to prepoznamo kot obstranskega pomena, saj se številni inštrumenti 
usmerjajo primarno v razumevanje SIZ spletnega uporabnika (IPC-1, OPC, CPCI, APCP, 
OPCS). Pri IUIPC (Malhotra in drugi, 2004) avtorji sicer hkrati govorijo o merjenju SIZ 
potrošnikov in internetnih uporabnikov, vendar smo kljub dvoumnosti inštrument IUIPC 
prepoznali kot primarno namenjen za kontekst e-poslovanja, saj avtorji v zaključku zapišejo, 
da je inštrument ''uporabno orodje za merjenje SIZ spletnih potrošnikov'' (Malhotra in drugi, 
2004, str. 358). Inštrumenta IUIPC (Malhotra in drugi, 2004) in ECWPC (Castaneda in drugi, 
2007) lahko tako združimo v eno kontekstualno skupino, poimenovano e-poslovanje. 
Preostalih pet inštrumentov (IPC-1, OPC, CPCI, APCP in Turkish OPCS) skupaj z 
inštrumentoma APCP-18 (Taddicken, 2010) in IPC-2 (Hong in Thong), ki se nanašata samo na 
splošno uporabo spleta, združimo v drugo kontekstualno skupino, poimenovano splošna 
internetna uporaba. 
Inštrumenti, razviti po letu 2010, so pretežno vezani na spletna socialna omrežja (UPCSNS, 
SMIPC, SNS-IPC, Amharic SNS-IPC in SMSPC) ter izpostavljajo razumevanje SIZ v odnosu 
do ponudnikov tovrstnih storitev in drugih uporabnikov. Za razliko od nekaterih inštrumentov 
iz prejšnje skupine (IPC-1, OPC, APCP in Turkish OPCS) ti inštrumenti ne sprašujejo po 
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konkretnih aktivnostih posameznikov, ampak so vanje vključene trditve zelo splošne (na primer 
''Skrbi me, da spletna socialna omrežja shranjujejo moje podatke za lastno korist'' [Koohang, 
2017, str. 17]). Zaradi njihove skupne usmeritve lahko omenjene inštrumente združimo v 
kontekstualno skupino spletna socialna omrežja. 
MUCIP (Xu in drugi, 2012) in AIPC (Buck in Burster, 2017) izstopata, ker naslavljata 
uporabnike mobilnega spleta (MUCIP) in mobilnih aplikacij (AIPC), zato smo ju združili v 
četrto kontekstualno skupino, ki smo jo poimenovali mobilni internet. 
Izpostavimo lahko, da inštrumenti, ki se nanašajo na spletna socialna omrežja in mobilni 
internet, tematsko in časovno sovpadajo s fazo razvoja raziskovanja informacijske zasebnosti 
na spletu (Yun in drugi, 2019). Zanjo je namreč značilno raziskovanje socialnih spletnih 
omrežij in mobilnega interneta. Sicer je zanimivo, da so inštrumenti za omenjeni tematski 
področji razviti tudi po prepoznanem koncu te faze, torej po letu 2014. Na drugi strani pa 
inštrumenti, ki bi pokrili teme, kot so avtonomna vozila, pametni domovi ipd., torej teme, 
prevladujoče v fazi nadaljevanja (prav tam), niso bili (še) razviti. 
Rezultati pregleda kontekstov kažejo, da so obstoječi inštrumenti razviti le za omejeno število 
kontekstov, pri čemer pa so opredeljeni zelo splošno. Prevladujejo inštrumenti za merjenje SIZ 
v okviru splošne internetne uporabe, temu pa sledijo inštrumenti za kontekst spletnih socialnih 
omrežij. Če odmislimo ECWPC (Castaneda in drugi, 2007), MUCIP (Xu in drugi, 2012) in 
AIPC (Buck in Burster, 2017), nismo našli inštrumentov, ki bi merili SIZ v enem, točno 
določenem spletnem kontekstu. Kot je bilo že večkrat izpostavljeno, je ravno natančna 
opredelitev konteksta izrednega pomena za napovedno moč inštrumentov. Preibusch (2013, str. 
1135) je v tej smeri ugotavljal, da se SIZ pogosto meri na splošnem nivoju, vedenjsko namero 
in dejansko vedenje pa na specifičnem. To neujemanje med kontekstom merjenja SIZ in 
vedenja, pa ima lahko za posledico na videz paradoksalno razliko med izraženimi SIZ in 
dejanskim vedenjem (prav tam). Tudi Li (2011) je izpostavil razlike in odnos med splošno SIZ, 
ki primarno vpliva na psihološko stanje oziroma počutje posameznika, in specifično SIZ, ki se 
nanaša na SIZ v določenem kontekstu in v odnosu do določene entitete ter je tako boljši 
napovedovalec vedenja. 
V razdelku 3.2 smo tudi jasno izpostavili, da je posameznikovo razumevanje, kdaj je izbrana 
situacija zasebna in kdaj posameznik izgubi zasebnost, močno odvisno od značilnosti 
določenega okolja, kjer se dejavnost vrši, in prisotnih akterjev (Nissenbaum, 2010). Tako bi se 
lahko v določenih primerih bolj konkretno opredelilo različne kontekstualne vidike merjenja 
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SIZ. Na primer, če se navežemo na prepoznane opredelitve, inštrument SMIPC (Osatuyi, 2014) 
naslovi več akterjev znotraj socialnih spletnih omrežij – druge uporabnike, ponudnike storitev 
in tretje družbe (glej tabelo 5.3) – vendar pa je pričakovati, da imajo uporabniki spletnih 
socialnih omrežij različno SIZ v razmerju do različnih akterjev. Tudi v povezavi z drugimi 
uporabniki je smiselno pričakovati, da se SIZ razlikuje, če so mišljeni bližnji prijatelji ali pa 
neznani drugi uporabniki. Podobno velja za preostale inštrumente, saj pokrivajo številne 
kontekstualne vidike merjenja SIZ. Pomanjkanje kontekstualne določenosti lahko razumemo 
kot veliko pomanjkljivost razvitih inštrumentov, saj je zasebnost zelo kompleksen in 
kontekstualno odvisen pojem (Nissenbaum, 2010), takšno pomanjkanje specifičnosti pa 
poslabša tudi napovedno zmožnost izmerjenega konstrukta (v našem primeru SIZ) na vedenje 
(Ajzen in Fishbein, 1980; DeVellis, 2012).  
Z ozirom na drugo raziskovalno vprašanje lahko zaključimo, da so obstoječi inštrumenti razviti 
za štiri glavne kontekste, in sicer e-poslovanje, splošno internetno uporabo, spletna socialna 
omrežja in mobilni internet. Ob tem ugotavljamo, da ostaja veliko število kontekstov in tem (na 
primer zdravstveno, vladno ali delovno okolje, kot tudi pametni domovi, avtonomne naprave 
ipd.) nenaslovljenih. Večja kontekstualna določenost in razvoj novih ali prilagoditev obstoječih 
inštrumentov za še nenaslovljene kontekste bi povečala razumevanje kontekstualne 
specifičnosti konstrukta SIZ in omogočila bolj zanesljivo in veljavno merjenje SIZ v vsakem 
izbranem kontekstu. 
5.3.5 Razsežnosti konstrukta SIZ v anketnih inštrumentih 
Glede tretjega raziskovalnega vprašanja (RV3), kjer so nas zanimale razsežnosti, vključene v 
anketne merske inštrumente za merjenje SIZ med uporabniki spleta, lahko ugotovimo, da se 
razviti inštrumenti močno razlikujejo po vsebovanih razsežnostih. To velja predvsem za 
inštrumente, razvite pred letom 2010. Vsega skupaj smo prepoznali 25 različnih razsežnosti. 
Dva inštrumenta sta enorazsežna (OPC in APCP-18), najvišje število vsebovanih razsežnosti je 
šest (UPCSNS, IPC-2 in SMSPC), mediana pa znaša tri razsežnosti na inštrument. Prepoznane 
razsežnosti smo nato združili glede na vsebinsko podobnost. Pri tem smo upoštevali opise 
posameznih razsežnosti, ki so navedeni v analiziranih prispevkih. Če tega ni bilo na voljo, smo 
vsebino razsežnosti presojali glede na vsebovana vprašanja/trditve. Določene razsežnosti, ki so 
bile prepoznane kot podkategorije, smo šteli vsako za svojo razsežnost. Šestnajst združenih 
razsežnosti je predstavljenih v tabeli 5.5. Podroben opis vsake prepoznane razsežnosti v vsakem 
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anketnem inštrumentu se nahaja v prilogi D. Nadaljnji opis in analiza temeljita na združenih 
razsežnostih. 
V anketnih inštrumentih za merjenje SIZ se je najpogosteje pojavila razsežnost skrb za 
zasebnost (devetkrat), na drugem mestu po pogostosti sta razsežnosti zbiranje in nadzor nad 
zbiranjem (obe se pojavita sedemkrat). Štirikrat ali pogosteje se pojavijo tudi razsežnosti 
nepooblaščena ponovna uporaba, nepooblaščen dostop, napake in zavedanje, razsežnost nadzor 
nad uporabo pa se pojavi dvakrat. Preostale razsežnosti se pojavijo le enkrat. Prepoznane razlike 
v razsežnostih, vključenih v inštrumentih, lahko razumemo kot skladne z ugotovitvami Lija 
(2011), ki pravi, da raziskovalci anketne merske inštrumente pogosto prilagodijo za specifične 
lastne potrebe. To lahko razumemo kot posledico neenotnega razumevanja teoretskega 
konstrukta SIZ, saj je veliko število razsežnosti predvidoma posledica pomanjkljive in 
nedosledne konceptualizacije. 
Anketni inštrumenti se ravno tako razlikujejo po strukturi merskega modela. Osem izmed 16 
inštrumentov je namreč enonivojskih (angl. first-order), pet je dvonivojskih (angl. second-
order), trije pa so trinivojski (angl. third-order). Od enonivojskih sta dva inštrumenta 
enorazsežna (OPC in APCP-18), ostali pa so večrazsežni. Razlike v strukturi merskega modela 
so zanimive predvsem s stališča prepoznanih (pomanjkljivih) teoretskih zasnov. Struktura 
merskega modela je namreč odvisna od teoretične opredelitve in razumevanja konstrukta 
(MacKenzie in drugi, 2011, str. 302). V primeru SIZ bi to pomenilo, da so različne specifikacije 
merskega modela posledica različnih teoretskih utemeljitev konstrukta SIZ. V nasprotju s tem 
pa pogosto prepoznan manko teoretske osnove kaže, da so razlike v strukturi merskega modela 
primarno posledica pomanjkljive konceptualizacije merjenega konstrukta, ne vnaprejšnjega 
razmisleka in teoretske utemeljitve. 
V tem oziru lahko najprej pregledamo inštrumente v razmerju do dveh prepoznanih skupin 
opredelitev, torej tiste, ki SIZ razumejo kot željo ali občutek nadzora (OPC, CPCI, ECWPC in 
UPCSNS), in tiste, kjer je SIZ razumljen kot skrb za lastno informacijsko zasebnost ali kot 
zaznava zanjo (IUIPC, MUCIP, IPC-2, SMIPC, SNS-IPC, Amharic SNS-IPC, AIPC in 
SMSPC). Vsi inštrumenti, vključeni v prvo skupino (razen OPC, ki je enorazsežen), vsebujejo 
razsežnosti, povezane z nadzorom. Vendar pa medtem ko CPCI in ECWPC (Castaneda in drugi, 
2007) opredelita obe razsežnosti v smislu nadzora (nadzor nad zbiranjem in nadzor nad 
uporabo), je nadzor le ena izmed razsežnosti v inštrumentu UPCSNS (Zheng in drugi, 2010). 
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Tabela 5.5: Razsežnosti konstrukta SIZ v posameznem anketnem inštrumentu 
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IPC-1 2         1 1       Enonivojski 
IUIPC 3  1 1    1          Dvonivojski 
CPCI 2   1     1         Dvonivojski 
ECWPC 2   1     1         Dvonivojski 
APCP 4 4                Enonivojski 
UPCSNS 6 1 1  1 1  1    1      Enonivojski 
MUCIP 3    1        1 1    Dvonivojski 
IPC-2 6  1 1 1 1 1 1          Trinivojski 
SMIPC 3  1    1        1   Dvonivojski 
SNS-IPC 5  1 1 1 1 1           Trinivojski 
Amharic 
SNS-IPC 
5  1 1 1 1 1           Trinivojski 
Turkish 
OPCS 
3 3                Enonivojski 
AIPC 3 1              1 1 Enonivojski 
SMSPC 6  1 1 1 1 1 1          Enonivojski 
Skupaj 53 9 7 7 6 5 5 4 2 1 1 1 1 1 1 1 1 
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Na drugi strani pa inštrumenti, vključeni v drugo skupino, večinoma ne vsebujejo razsežnosti, 
neposredno povezane s skrbjo ali občutkom zasebnosti (izjemi sta Turkish OPCS in AIPC, 
inštrument APCP pa nima jasno zapisane opredelitve konstrukta SIZ). Čeprav bi lahko trdili, 
da razsežnosti, vključene v teh inštrumentih, merijo občutek lastne informacijske zasebnosti, 
pa iz njihove opredelitve SIZ ni jasno, zakaj so pomembne ravno vključene razsežnosti. Prav 
tako na podlagi prepoznanih opredelitev v večini primerov namreč ne sledi, da so vključene 
razsežnosti nujne ali potrebne. Z ozirom na to lahko predlagamo, da avtorji pri razvijanju novih 
anketnih inštrumentov za merjenje SIZ jasno utemeljijo, zakaj so vključene razsežnosti del 
merjenega konstrukta in zakaj so izločili druge. Vsekakor gre lahko pri razvoju inštrumentov 
za eksplorativne študije, ki razsežnosti konstrukta šele raziskujejo (Terwee in drugi, 2017, str. 
16), a je kljub temu zaželena teoretska utemeljitev izbranih razsežnosti, in ne le pripis 
razsežnosti, ki jih je prepoznala faktorska analiza. 
Poleg tega so vsi merski modeli vseh prepoznanih anketnih inštrumentov reflektivni. Vendar 
pa bi bilo SIZ mogoče meriti tudi kot formativni konstrukt, kar bi bilo morda v nekaterih 
primerih tudi bolj ustrezno. MacKenzie in drugi (2011, str. 302) namreč izpostavijo, da 
konstrukti niso inherentno reflektivni ali formativni, vendar je to odvisno od teoretske zasnove. 
Merjenje SIZ prek formativnih merskih modelov bi morda pomagalo nasloviti težave, ki so bile 
prepoznane v zvezi z neposrednim spraševanjem o zasebnosti – Braunstein, Granka in Staddon 
(2011) so namreč ugotovili, da lahko neposredno spraševanje o zasebnosti spomni anketirance 
na probleme z zasebnostjo, zaradi česar izrazijo večjo skrb v zvezi z lastno informacijsko 
zasebnostjo. V tem oziru bi se lahko SIZ merilo prek spraševanja po aktivnostih, torej kot 
formativni merski model, kjer aktivnosti posameznika izražajo njegovo SIZ. To bi morda lahko 
naslovilo nekatere diskrepance med izraženim SIZ posameznikov in dejanskim vedenjem, saj 
je omenjena diskrepanca lahko tudi posledica učinka uokvirjanja (angl. priming14), do katerega 
lahko pride med neposrednim merjenjem SIZ. 
5.3.6 Razsežnosti konstrukta SIZ glede na kontekst merjenja 
Z namenom iskanja odgovora na četrto raziskovalno vprašanje (RV4) smo združene razsežnosti 
(tj. razsežnosti iz tabele 5.5) razdelili glede na predhodno prepoznane kontekstualne skupine 
(tabela 5.6). Najprej lahko pogledamo v posamezno kontekstualno skupino. Vidimo lahko, da 
je v kontekstualni skupini e-poslovanje prisotnih relativno malo različnih razsežnosti. Podobna 
 
14 Gre za pojav, kjer lahko določeni stimulusi uokvirijo razmišljanje posameznika, brez da bi se ta tega zavedal 
(npr. Molden, 2014). Na primer, če omenimo kuhinjo, bo posameznik začel razmišljati o kuhanju in hrani. 
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ugotovitev velja tudi za skupino mobilni internet. V skupinah splošna internetna uporaba in 
spletna socialna omrežja je prisotno večje število različnih razsežnosti. Te razlike so sicer v 
veliki meri rezultat števila in značilnosti anketnih inštrumentov. Za skupino e-poslovanje in 
mobilni internet sta bila razvita za vsako le po dva inštrumenta. V skupini splošna internetna 
uporaba je sedem inštrumentov, ki se razlikujejo po številu razsežnosti. Če pomislimo na 
medsebojne povezave med inštrumenti (slika 5.4), lahko uvidimo, da so razlike v številu in 
vsebini razsežnosti posledica tega, da so avtorji razvijali inštrumente neodvisno drug od 
drugega. V skupini spletna socialna omrežja je vključenih pet anketnih inštrumentov, kjer pa 
gre za kontinuiran razvoj in ponovno uporabo enakih obstoječih inštrumentov (glej sliko 5.4), 
zaradi česar vključujejo podobno število razsežnosti, te pa so si podobne tudi po vsebini. 
Tabela 5.6: Razsežnosti konstrukta SIZ glede na kontekst merjenja 
    Razsežnosti glede na kontekstualno skupino 
Razsežnost N E-poslovanje 
Splošna internetna 
uporaba 
Spletna socialna 
omrežja 
Mobilni internet 
Skrb za zasebnost 9  7 1 1 
Zbiranje 7 1 1 5  
Nadzor nad zbiranjem 7 2 2 3  
Nepooblaščena ponovna uporaba 6  1 4 1 
Nepooblaščen dostop 5  1 4  
Napake 5  1 4  
Zavedanje 4 1 1 2  
Nadzor nad uporabo 2 1 1   
Dostop 1  1   
Zloraba 1  1   
Nadzor nad osebnimi podatki 1   1  
Zaznano nadzorovanje 1    1 
Zaznan vdor 1    1 
Dostop in uporaba informacij 1   1  
Osebni odnos 1    1 
Osebne zahteve 1    1 
Skupaj  53 5 17 25 6 
Ob primerjavi različnih kontekstualnih skupin med seboj bi lahko zaključili, da se 
kontekstualne skupine glede na razsežnosti precej razlikujejo. Vendar pa je ta raznolikost 
predvsem navidezna. Da razumemo slednjo trditev, lahko pogledamo opis dveh razsežnosti: 
zbiranje in nadzor nad zbiranjem. Pri prvi, zbiranju, gre za občutek posameznikov, da neka 
entiteta poseduje preveliko količino podatkov o njih. Pri drugi, nadzoru nad zbiranjem, pa gre 
za posameznikov občutek ali njegovo skrb o njegovi sposobnosti, da nadzira zbiranje osebnih 
podatkov. Če primerjamo različne kontekstualne skupine, potem vidimo, da nobena izmed 
omenjenih razsežnosti ni prisotna v kontekstualni skupini mobilni internet. Vendar bi težko 
pričakovali, da posamezniki v kontekstu mobilnega interneta niso zaskrbljeni glede zbiranja 
njihovih podatkov. Vsekakor so, vendar je vsebina omenjenih razsežnosti vsebovana v 
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razsežnostih zaznan vdor in skrb za zasebnost. Podobno je tudi pri preostalih razsežnostih, saj, 
na primer, razsežnost osebne zahteve vsebuje elemente razsežnosti zavedanje. 
Sicer se pojavljajo tudi nekatere razlike med različnimi kontekstualnimi skupinami. 
Kontekstualna skupina e-poslovanje namreč ne vsebuje razsežnosti (v vsebinskem smislu), kot 
so skrb za zasebnost, nepooblaščena ponovna uporaba, nepooblaščen dostop, napake, in še 
nekaterih drugih (glej tabelo 5.6). Vendar pa menimo, da razlike v merjenih razsežnostih med 
kontekstualnimi skupinami niso posledica dejanskih razlik med percepcijami posameznikov o 
lastni informacijski zasebnosti v posameznih okoljih, vendar različnih opredelitev merjenega 
konstrukta. 
Iz prepoznanih opredelitev in uporabljenih teorij namreč ni popolnoma jasno, zakaj so v 
inštrumente, namenjene za različne kontekste, vključene ravno izbrane razsežnosti in zakaj ne 
druge oziroma zakaj je ravno uporabljena teorija najbolj primerna za opredelitev konstrukta 
SIZ v posameznem kontekstu. Na primer, v primeru IUIPC (Malhotra in drugi, 2004) se avtorji 
sklicujejo na inštrument CFIP (Smith in drugi, 1996), ki vsebuje štiri razsežnosti, in sicer 
zbiranje, nepooblaščeno ponovno uporabo, nepooblaščen dostop in napake. Vendar pa 
Malhotra in drugi (2004) iz predhodnega inštrumenta obdržijo le eno razsežnost, zbiranje, tej 
pa na podlagi uporabljene teorije dodajo še razsežnosti nadzor in zavedanje. Kljub teoriji je 
smiselno pričakovati, da so posamezniki tudi v kontekstu e-poslovanja zaskrbljeni v zvezi z 
nepooblaščeno ponovno uporabo, dostopom do njihovih informacij ali napakami v podatkovnih 
bazah. 
Nejasnost in neutemeljenost izbire določenih razsežnosti in odstranitve drugih pa je še posebej 
težavna zaradi prepoznane pomanjkljive vsebinske veljavnosti (to je podrobno predstavljeno v 
razdelku 5.3.7). V tem oziru bi raziskovalcem, ki se ukvarjajo z razvojem anketnih 
inštrumentov za merjenje SIZ, priporočili, da ob razvoju inštrumentov za posamezen kontekst 
jasno zapišejo razloge za vključitev izbranih razsežnosti in razloge za izključitev preostalih. 
Ker direktna primerjava med inštrumenti ni mogoča, ne moremo jasno izpostaviti, kako se 
konteksti razlikujejo glede na vsebovane razsežnosti. 
5.3.7 Kakovost razvoja anketnih inštrumentov za merjenje SIZ 
Kakovost razvoja anketnih inštrumentov za merjenje SIZ (RV5) smo preverjali s pomočjo 
metodologije COSMIN za ocenjevanje anketnih merskih inštrumentov. Kot je bilo opisano že 
v poglavju 5.2, smo iz utemeljenih razlogov prevzeli le del metodologije COSMIN. Rezultati v 
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tabeli 5.7 izkazujejo dve ključni in med seboj deloma nasprotujoči si ugotovitvi. Na eni strani 
rezultati kažejo na zelo nizko stopnjo kakovosti pri preverjanju vsebinske veljavnosti 
inštrumentov, ki je povezana s pomanjkljivo in zelo pogosto nezadostno kakovostjo 
uporabljenih metod pri razvoju inštrumentov. Po drugi strani je analiza nakazala visoko stopnjo 
ustreznosti metod za preverjanje notranje in kriterijske veljavnosti anketnih inštrumentov. 
V nadaljevanju so rezultati predstavljeni bolj podrobno. Moramo pa na tem mestu še enkrat 
izpostaviti, da v magistrskem delu s temi analizami ne ocenjujemo dejanske veljavnosti in 
zanesljivosti merskih inštrumentov, temveč le kakovost uporabljenih postopkov oziroma 
njihovih opisov, ki so bili uporabljeni za razvoj in oceno vsebinske veljavnosti in zanesljivosti 
merskih inštrumentov. Nizka ocena tako ne pomeni nujno slabe kakovosti merskega 
inštrumenta, temveč nakazuje na pomanjkljivosti v razvoju merskih lestvic, ki so lahko vzrok 
različnih pristranskosti v procesu operacionalizacije in merjenja.15 
 
15 Za lažjo ponazoritev in razumevanje lahko navedemo primer: pri razvoju izbranega inštrumenta bi avtorji v 
postopek lahko vključili ocenjevanje interne konsistentnosti s pomočjo ocene vrednosti koeficienta Cronbachov 
alfa. V smislu kakovosti postopka razvoja merskega inštrumenta bi ta podatek v naši raziskavi nakazoval na visoko 
ustreznost/kakovost postopka. Seveda pa bi v isti študiji avtorji lahko pokazali, da je bila vrednost izbranega 
koeficienta nizka, kar bi nakazovalo na nizko zanesljivost merjenja in šibko interno konsistentnost. Tega drugega 
vidika v magistrskem delu nismo ocenjevali in analizirali. 
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Tabela 5.7: Metodološka kakovost pregledanih anketnih inštrumentov za merjenje skrbi za informacijsko zasebnost po metodologiji COSMIN 
   Razvoj inštrumenta Notranja veljavnostb Dodatne merske lastnostib 
Oznaka 
 Osnovne 
zahteve 
Prepoznanje 
konstrukta 
Pilotna 
študija 
Razumljivost Celovitost 
Strukturna 
veljavnost 
Notranja 
konsistentnost 
Medkulturna 
veljavnost 
Zanesljivost 
Kriterijska 
veljavnost 
IPC-1  Nezadostno / Zadostno Nezadostno Dvomljivo Zadostno Zelo dobro / / / 
IUIPC  Zadostno Dvomljivo Nezadostno / / Zelo dobro Zelo dobro / / Zelo dobro 
OPC  Nezadostno Dvomljivo Nezadostno / / Zadostno Zelo dobro / / Zelo dobro 
CPCI  Nezadostno / Zadostno Dvomljivo Dvomljivo Zelo dobro Zelo dobro / / Zelo dobro 
ECWPC  Nezadostno / Zadostno Dvomljivo Dvomljivo Zadostno Dvomljivod / / / 
APCP  Nezadostno Dvomljivo Nezadostno / / Zelo dobro Zelo dobro / / / 
APCP-18  Nezadostno Dvomljivo Nezadostno / / Zelo dobro Zelo dobro / / Zelo dobro 
UPCSNS  Nezadostno Zadostno Nezadostno / / Nezadostnoc Zelo dobro / / / 
MUCIP  Zelo dobroa Dvomljivoa Zadostno Dvomljivo Dvomljivo Zelo dobro Zelo dobro / / / 
IPC-2  Nezadostno / Zadostno Nezadostno Dvomljivo Zelo dobro Zelo dobro / / / 
SMIPC  Nezadostno / Zadostno Dvomljivo Dvomljivo Zelo dobro Zelo dobro / / / 
SNS-IPC  Nezadostno / Nezadostno Dvomljivo Dvomljivo Dvomljivo Zelo dobro / / / 
Amharic SNS-IPC  Nezadostno / Nezadostno Dvomljivo Dvomljivo Dvomljivo Zelo dobro / / / 
Turkish OPCS  Nezadostno / Zadostno Dvomljivo Dvomljivo Zelo dobro Zelo dobro / / Zelo dobro 
AIPC  Nezadostno / Nezadostno / / Dvomljivo Zelo dobro / / / 
SMSPC  Nezadostno / Nezadostno / / Zadostno Zelo dobro / / / 
Opombe: aKvalitativna študija le za eno lestvico.  bČe je več študij, se gleda najboljšo študijo. cPremajhen vzorec glede na število vprašanj. dZa preverjanje notranje konsistentnosti so uporabili Spearman-Brownov 
koeficient. 
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5.3.7.1 Vsebinska veljavnost 
Pri osnovnih zahtevah (tabela 5.7, stolpec 2) – te vključujejo jasen opis konstrukta, utemeljitev 
konstrukta na teoriji, opis ciljne populacije, opis konteksta uporabe in izvedbo študije za 
prepoznanje ustreznih vprašanj ali trditev za vključitev v inštrument – lahko vidimo, da imata 
le dva od 16 inštrumentov (12,5 %) zadostno oceno kakovosti. Vse ostale inštrumente smo 
morali oceniti z nezadostno oceno. To kaže na pomanjkanje ustreznih postopkov, uporabljenih 
za teoretsko in konceptualno zamejitev, specifikacijo konteksta in namena uporabe ter izvajanja 
ustreznih študij, ki bi omogočile prepoznanje konstrukta. Če podatke pogledamo pobližje, se 
namreč izkaže, da pri večini inštrumentov (62,5 %) študija za prepoznanje razsežnosti 
konstrukta in izbor ustreznih vprašanj/trditev sploh nista bila izvedena16. Sicer so bili nekateri 
inštrumenti osnovani na predhodnih lestvicah, vendar so pogosto obravnavali drugačen 
kontekst ali pa so avtorji obstoječe lestvice združili v širši inštrument (npr. Hong in Thong, 
2013), zaradi česar bi bilo preverjanje vsebinske veljavnosti merjenega konstrukta smiselno. 
Prepoznanje konstrukta (tabela 5.7, stolpec 3) naslavlja izvedbo študije, ki omogoči 
prepoznanje ustreznih vprašanj ali/in trditev, prek katerih bo mogoče izmeriti želeni konstrukt 
v ciljni populaciji. Kot je bilo že zapisano, je bila takšna študija izvedena le za šest inštrumentov 
(37,5 %). Tudi v primerih, kjer je bila študija izvedena, je bila ocenjena z oceno zadostno ali 
dvomljivo. To pomeni, da določeni vidiki študije niso bili izvedeni skladno z najboljšimi 
praksami (skladno z izhodišči metodologije COSMIN) ali pa so bile te v prispevku 
pomanjkljivo opisane. Največ pomanjkljivosti je bilo pri kodiranju pridobljenih podatkov, kjer 
je bilo le v eni študiji jasno zapisano, da sta rezultate kodirala dva raziskovalca. Pri ostalih tega 
podatka nismo zasledili. Za nameček v nobeni študiji ni bilo jasno povedano, da je bil med 
raziskovalci dosežen konsenz oziroma vsebinska saturacija – gre za točko, kjer nadaljnje študije 
nimajo dodatne vsebinske vrednosti, saj se začnejo izsledki ponavljati (Fusch in Ness, 2015). 
Pilotna študija (tabela 5.7, stolpec 4) ocenjuje izvedbo pilotne študije ali kognitivnega 
intervjuja. Ta del razvoja inštrumenta je pomemben, saj se lahko le tako zagotovi, da anketiranci 
pravilno razumejo vprašanja in trditve, ki jih vsebuje merski inštrument. V tem delu se je najprej 
preverilo, ali je bila pilotna študija izvedena in ali je bila izvedena na reprezentativnem vzorcu. 
 
16 O tem velja opozoriti, da smo v primeru odsotnosti opisa tovrstne študije privzeli, da ni bila izvedena. Zavedamo 
se, da prinaša takšna predpostavka določeno tveganje v smislu podcenjevanja kakovosti izvedbe razvoja merskega 
inštrumenta, a bi podrobnejša analiza zahtevala drugačen pristop (na primer neposredno komunikacijo z avtorji 
prispevkov in merskih inštrumentov), ki pa bi presegal širše okvire in cilje tukajšnje raziskave. 
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Pri inštrumentih, ki so bili ocenjeni z nezadostno, pilotna študija ni bila opravljena. Izjemi med 
nezadostno ocenjenimi inštrumenti sta SNS-IPC in Amharic SNS-IPC (Borena in drugi, 2015), 
kjer je pilotna študija sicer bila izvedena, a ne na reprezentativnem vzorcu (v študijo so bili 
vključeni raziskovalci in strokovnjaki, in ne ciljna populacija anketirancev, ki jim je inštrument 
namenjen). 
Razumljivost (tabela 5.7, stolpec 5) se nanaša na razumljivost inštrumenta ciljne populacije in 
je bila preverjena v sklopu pilotne študije. Če pilotna študija ni bila izvedena, je ta odsek 
označen z znakom ''/'', kar pomeni ''neustrezno'' (enako velja za celovitost). Rezultati kažejo, da 
tudi v primerih, ko je bila pilotna študija izvedena, ni bila izvedena skladno z najboljšimi 
praksami. V dveh primerih (IPC-1 in IPC-2) avtorji niso preverjali razumljivosti, v treh 
primerih (CPCI, ECWPC in Amharic SNS-IPC) so jo preverjali, a postopek v prispevku ni bil 
jasno opisan. V ostalih primerih so sicer opisali preverjanje razumljivosti, vendar postopki niso 
sledili najboljšim praksam ali pa so bili opisi nejasni – iz njih ni bilo mogoče razbrati 
konkretnega poteka in metod, ki so jih avtorji uporabili za preverjanje razumljivosti. 
Preizkus celovitosti (tabela 5.7, stolpec 6), torej preizkus, ali inštrument vsebuje vse ključne 
vidiki merjenega konstrukta, ni bil opisan ali pa ni bil izveden v nobenem izmed prispevkov. 
Zaradi tega imajo v tem sklopu vsi inštrumenti, ki so bili testirani prek pilotne študije, oceno 
dvomljivo. 
Pri veljavnosti vsebine lahko na podlagi naših rezultatov zaključimo, da je pri vseh inštrumentih 
vsebinska veljavnost vsaj vprašljiva, saj je verjetnost za pristranskost zelo visoka. Edini 
inštrument, ki pri nobeni kategoriji nima vrednosti nezadostno, je MUCIP (Xu in drugi, 2012), 
pa še ta le pogojno, saj je bila kvalitativna študija za prepoznanje ustreznih trditev opravljena 
le za lestvico, ki meri razsežnost zaznan nadzor. Lestvici za merjenje preostalih dveh 
razsežnosti (zaznan vdor in ponovna uporaba osebnih podatkov) sta bili prevzeti iz predhodnih 
inštrumentov. So bile pa vse tri lestvice temeljito testirane v pilotni študiji. 
5.3.7.2 Notranja veljavnost in drugi vidiki kakovosti merjenja 
Rezultati preverjanja strukturne veljavnosti kažejo, da so bili pri razvoju anketnih inštrumentov 
za merjenje SIZ uporabljeni ustrezni postopki. Le v enem primeru je bil postopek preverjanja 
strukturne veljavnosti neprimeren (UPCSNS), kar pa je posledica premajhnega vzorca. Obenem 
je kakovost postopkov preverjanja strukturne veljavnosti dvomljiva v treh primerih: v dveh 
primerih je to posledica pomanjkljivega opisa uporabljene metode (SNS-IPC in Amharic SNS-
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IPC), v enem primeru (AIPC) pa avtorji niso odstranili trditve, ki se ni ujemala z nobeno izmed 
razsežnosti, pridobljenih iz faktorske analize. V vseh ostalih primerih so bili postopki vsaj 
zadostne kakovosti. 
Notranja konsistentnost je bila v vseh primerih (izjema je inštrument ECWPC) preverjena s 
pomočjo ustreznega postopka – z izračunom Cronbachovega alfa oziroma kompozitne ocene 
kot mere zanesljivosti merske lestvice. V primeru ECWPC (Castaneda in drugi, 2007) so avtorji 
za preverjanje notranje konsistentnosti uporabili Spearman-Brownov koeficient, ki po 
metodologiji COSMIN ne velja za eno izmed boljših metod. Izbira postopka se nam sicer zdi 
upravičena, saj inštrument ECWPC (Castaneda in drugi, 2007) vsebuje le štiri trditve, zaradi 
česar je Spearman-Brownov koeficient ustreznejši pokazatelj zanesljivosti. 
Medkulturne veljavnosti in zanesljivosti avtorji niso preverjali v nobenem prispevku in za 
noben inštrument. V primeru medkulturne veljavnosti je to lahko problematično, saj so bili 
inštrumenti razviti v različnih državah in na kulturno različnih vzorcih. Preverjanje medkulturne 
veljavnosti bi lahko potrdilo upravičenost uporabe posameznih inštrumentov v drugih okoljih 
in kulturah. Zanesljivost pa je po metodologiji COSMIN razumljena kot test-retest, torej kot 
testiranje inštrumenta na istem vzorcu v dveh časovnih točkah, pri čemer se seveda 
predpostavlja, da se vrednost konstrukta na posamezni enoti med dvema časovnima točkama ni 
spremenila. Kot je bilo že omenjeno, zanesljivost (v tem smislu) ni bila preverjena pri nobenem 
inštrumentu. 
Kriterijska veljavnost se nanaša na primerjavo razvitega inštrumenta z enim izmed obstoječih 
inštrumentov, ki je prepoznan kot dovolj kakovosten in za katerega se smatra, da meri soroden 
merski konstrukt oziroma meri konstrukt, ki je povezan s prvim (na primer primerjava med 
ocenjevanjem vožnje prek opazovanja z ocenjevanjem prek anketnega vprašalnika). Kriterijska 
veljavnost je bila ocenjena samo za pet inštrumentov (31,2 %). Iz opisov postopkov preverjanja 
kriterijske veljavnosti lahko sklepamo, da je bil v vseh petih primerih postopek izpeljan 
kakovostno. Omeniti velja, da so avtorji kriterijsko veljavnost SIZ preverjali tako, da so 
primerjali novo razvit inštrument z enim izmed predhodno razvitih inštrumentov za merjenje 
SIZ, vendar pri izbiri inštrumentov niso bili enotni. Malhotra in drugi (2004) so uporabili 
inštrument GIPC (Smith in drugi, 1996), ki meri splošno SIZ. Castaneda in drugi (2007) so svoj 
inštrument CPCI primerjali tudi z lestvico, ki meri splošno SIZ. Žal uporabljena lestvica ni 
jasno zapisana. Buchanan in drugi (2007) so kot zlati standard vzeli inštrument IUIPC 
(Malhotra in drugi, 2004). Taddicken (2010) je inštrument APCP-18 primerjala z daljšo verzijo 
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tega inštrumenta, torej inštrumentom APCP. Alakurt (2017) pa je razviti inštrument (Turkish 
OPCS) primerjal z izvorno (angleško) verzijo inštrumenta, torej OPC (Buchanan in drugi, 
2007). 
Razlike v uporabljenih inštrumentih lahko na eni strani kažejo na nesoglasje o tem, kateri 
inštrument za merjenje SIZ je dovolj kakovosten, da bi bil uporabljen kot ''zlati standard'' (angl. 
gold standard). To je morda tudi razlog, zakaj raziskovalci razvijajo nove inštrumente za 
merjenje SIZ. Hkrati je pomanjkanje preverjanja kriterijske veljavnosti problematično, ker bi 
ravno njeno preverjanje na eni strani pokazalo, ali so novi anketni inštrumenti primerljivi s 
predhodnimi in ali merijo isti teoretski konstrukt. To je pomembno predvsem zato, ker različni 
inštrumenti temeljijo na različnih teorijah (če sploh) in različno opredelijo SIZ. Je pa vprašljivo, 
ali lahko preverjanje kriterijske veljavnosti prek primerjave novo razvitega inštrumenta z enim 
izmed predhodno razvitih inštrumentov vidimo kot zadostno. Težava je namreč v tem, da avtorji 
pogosto pomanjkljivo konceptualizirajo merjeni konstrukt, zaradi česar je potem tudi 
primerjava med dvema slabo konceptualiziranima konstruktoma vprašljiva in lahko ohranja 
napake v merjenju . 
Na drugi strani bi preverjanje kriterijske veljavnosti z ozirom na kakšnega drugega pokazatelja, 
na primer nastavitve zasebnosti v brskalnikih ali znotraj drugih aplikacijah, pokazalo, ali je 
novo razviti inštrument dejansko v povezavi z nekim drugim konstruktom, za katerega se 
domneva, da prav tako izraža posameznikovo SIZ. 
Neujemanje med izraženim SIZ na anketnih vprašalnikih in dejanskim vedenjem je sicer znano 
dejstvo (na primer paradoks zasebnosti), vendar bi lahko ravno preverjanje kriterijske 
veljavnosti na tak način pomagalo razložiti, v čem je težava. Torej, ali gre za družbeno zaželene 
odgovore in učinek uokvirjanja (težave v metodologiji merjenja) ali pa je neujemanje posledica 
konkretnih zunanjih dejavnikov (na primer pomanjkanja znanja o upravljanju nastavitev 
zasebnosti ali pa je nagrada za posredovanje informacij tako velika, da so se posamezniki 
pripravljeni odreči zasebnosti). Skratka, potrebno je pogostejše preverjanje kriterijske 
veljavnosti, predvsem v razmerju do drugih pokazateljev SIZ. 
Sicer pa lahko v splošnem zaključimo, da so bili postopki za preverjanje notranje veljavnosti in 
drugih merskih lastnosti pri anketnih inštrumentih za merjenje SIZ v večini primerov ustrezni. 
Dodamo lahko še, da so avtorji v nekaterih študijah preverjali tudi veljavnost konstrukta (glej 
razdelek 3.4.2), vendar tega v magistrskem delu nismo analizirali. V povezavi z notranjo 
veljavnostjo se je težava pojavila le pri inštrumentu UPCSNS, in sicer zaradi premajhnega 
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števila enot v vzorcu. Tako lahko zaključimo, da so bili postopki, uporabljeni za preverjanje 
notranje strukture inštrumentov SIZ, ustrezni in kakovostno izvedeni. 
5.3.7.3 Razmislek o kakovosti uporabljenih  postopkov 
Iz pregleda kakovosti uporabljenih postopkov za razvoj inštrumentov in preverjanja njihove 
veljavnosti in zanesljivosti sledi, da avtorji anketnih inštrumentov za merjenje SIZ na eni strani 
posvečajo premalo pozornosti opredelitvi merjenega konstrukta in zanemarjajo vsebinsko 
veljavnost, na drugi strani pa natančno preverjajo notranjo veljavnost in zanesljivost. V tem 
oziru se zdi, da se avtorji lotevajo razvoja anketnih merskih inštrumentov na napačen način – 
namesto da bi najprej jasno opredelili merjeni konstrukt in nato razvili vprašanja oziroma 
trditve v tesnem sodelovanju s ciljno populacijo, se ta korak preskoči ali pa izvede le deloma, 
večino pozornosti pa se nameni dokazovanju notranje veljavnosti inštrumenta. Skratka, 
nakazuje se, da avtorji več pozornosti posvečajo preverjanju kakovosti operacionalnih definicij 
(tj. testiranju statistične veljavnosti) konstrukta SIZ kot konceptualizaciji in drugim fazam 
operacionalizacije (na primer razvoju nabora trditev, preverjanju njihove vsebinske veljavnosti 
itd.). Iz tega vznikne paradoks, da inštrumenti zanesljivo in veljavno merijo, vendar pa ni 
mogoče točno presoditi, kaj – če sploh kaj – točno merijo. Težava je tudi to, da avtorji ne 
preverjajo medkulturne veljavnosti, kar kaže, da avtorji ne upoštevajo kulturno-specifičnih 
razlik v pojmovanju zasebnosti. Problematično je tudi preverjanje zunanje veljavnosti, na kar 
kaže sicer kakovostno, a redko preverjanje kriterijske veljavnosti. 
Vendar pomanjkljivo posvečanje pozornosti vsebinski veljavnosti ni le težava inštrumentov za 
merjenje SIZ, ampak je to v raziskovalnem polju upravljanja informacijskih sistemov pogosto 
(MacKenzie in drugi, 2011, str. 294). Pa tudi na splošno raziskovalci konceptualizaciji 
merjenega konstrukta pogosto posvečajo premalo pozornosti (DeVellis, 2012, str. 72). Na tem 
mestu lahko priporočimo, da avtorji posvetijo več pozornosti vsebinskim vidikom merjenega 
konstrukta – opredelitvi in uporabi teorije. Tu imamo v mislih predvsem natančno opredelitev 
konceptualne domene konstrukta in entitete, na katero se konstrukt nanaša. Poleg tega je 
smiselno tudi več sodelovanja s ciljno populacijo. Gre za izvedbo fokusnih skupin ali 
intervjujev za razvoj vprašanj ali trditev ter preverjanje razumljivosti in celovitosti razvitih 
lestvic s strani ciljne populacije. 
Večja natančnost pri opredelitvi merskega konstrukta in njegovi uporabi je eden izmed ključnih 
pogojev za dobro zmožnost napovedovanja vedenja (DeVellis, 2012). Naslovitev prepoznanih 
težav, torej slabe vsebinske veljavnosti, bi lahko pripomogla k razreševanju ene izmed ključnih 
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težav konstrukta SIZ, in sicer njegove slabe zmožnosti pri napovedovanju vedenja oziroma 
fenomena paradoksa zasebnosti. Hkrati bi natančna opredelitev tega konstrukta pripomogla k 
boljšemu razumevanju zasebnosti v kontekstu interneta ter bi tako skupaj z izboljšano 
zmožnostjo napovedovanja vedenja omogočala prepoznati ključne učinke, ki jih ima SIZ pri 
sprejemanju in uporabi novih spletnih storitev.  
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6 Vsebinsko ovrednotenje ključnih ugotovitev in omejitve študije 
 
V tem razdelku magistrskega dela izpostavljamo ključne ugotovitve in jih strnjeno vsebinsko 
ovrednotimo. Ponudimo tudi konkretna priporočila za izboljšavo razvoja anketnih inštrumentov 
za merjenje SIZ in nove možnosti, ki se pojavljajo z ozirom na merjenje SIZ v spletnem in s 
spletom povezanimi konteksti. Priporočila so povzeta v tabeli 6.1. Zapišemo tudi omejitve 
magistrskega dela in ponudimo nekaj možnih smernic za nadaljnje metodološko raziskovanje 
SIZ. 
 
6.1 Diskusija 
Magistrsko delo izhaja iz želje po sistematični analizi težav, povezanih z opredelitvijo 
teoretskega konstrukta SIZ, in posledic, ki jih imajo morebitne pomanjkljivosti v 
konceptualizaciji za merjenje tega pojava v anketah. Prvotna ideja tega dela je vključevala 
sistematični pregled anketnih merskih inštrumentov z namenom, da se prepozna področja, za 
katera inštrumenti še niso bili razviti, in tako raziskovalcem omogoči snovanje novih merskih 
inštrumentov za neraziskana oziroma slabo raziskana področja. Vendar pa se je med pregledom 
literature ugotovilo, da vključuje konceptualna podstat teoretskega konstrukta SIZ preveč 
vsebinskih razlikovanj in nekonsistentnosti, da bi jo lahko razumeli kot enotno. Že v pregledu 
literature smo ugotovili, da avtorji opredelitvi konstrukta SIZ posvečajo premalo pozornosti – 
dejstvo, ki ga je naša študija še dodatno potrdila. Naši rezultati so namreč skladni z izsledki 
preteklih raziskav (Li, 2011; Gerber in drugi, 2018), saj smo pokazali na veliko neenotnost 
uporabljenih opredelitev. Sicer razlike v opredelitvah niso same po sebi problematične; 
problematično je to, da posamezne opredelitve ne opredeljujejo merjenega konstrukta dovolj 
jasno. Izkazalo se je namreč, da avtorji konceptualne dimenzije ne določijo natančno in govorijo 
o skrbi, čustvih, zaznavi ipd. Nekateri avtorji omenjene vidike celo enačijo oziroma jih 
predstavljajo na način, kjer je mogoče razumeti, da teh razlik ne prepoznajo kot pomembnih. 
Zaradi tega nadaljnjim študijam, ki se bodo ukvarjale s to tematiko, priporočamo, da zelo 
natančno opredelijo merjeni pojem ali konstrukt. Z leti se je namreč nabralo že dovolj 
tematizacij – v obliki zelo dobrih pregledov literature (Belanger in Crossler, 2011; Li, 2011; 
Smith in drugi, 2011; Li, 2012; Gerber in drugi, 2018; Yun in drugi, 2019) – ki jasno opišejo 
različne teoretske pristope k razumevanju SIZ in z njimi povezane glavne pomanjkljivosti.  
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Tabela 6.1: Priporočila za nadaljnje delo v razvoju anketnih inštrumentov za merjenje skrbi za 
informacijsko zasebnost 
Priporočilo Primer 
1. Bolj natančna opredelitev merjenega konstrukta. Jasna opredelitev SIZ z jasno določitvijo konceptualne 
dimenzije konstrukta in jasnim poudarkom na entiteti, v 
razmerju do katere se meri informacijsko zasebnost. 
2. Razširitev števila kontekstov, kjer se meri SIZ. Prilagoditev obstoječih ali razvoj novih anketnih 
inštrumentov za merjenje SIZ v novih spletnih storitvenih 
kontekstih, kot na primer oblačne storitve, avtonomna 
vozila, internet stvari, e-zdravje, delovno okolje. 
3. Razvoj formativnega merskega modela za merjenje 
konstrukta SIZ. 
Razvoj anketnega inštrumenta, ki bi ocenil posameznikovo 
SIZ na podlagi njegovih nastavitev zasebnosti znotraj 
brskalnika, spletnih socialnih omrežij ali v drugih spletnih 
storitvah. 
4. Večji poudarek na vsebinski veljavnosti. Uporaba fokusnih skupin pri razvoju novih inštrumentov in 
preverjanje razumljivosti in celovitosti teh inštrumentov, 
predvsem v povezavi s ciljno populacijo. 
5. Bolj pogosto preverjanje zunanje veljavnosti merjenega 
konstrukta. 
Preverjanje kriterijske veljavnosti glede na nastavitve 
zasebnosti v brskalnikih ali v okviru drugih spletnih 
storitev. 
V nasprotju z neenotnostjo opredelitev pa smo pri inštrumentih prepoznali kar precejšnjo 
enotnost, ali bolje rečeno homogenost kontekstov, ki jih naslavljajo anketni merski inštrumenti. 
V tem pogledu sta pomembni dve ugotovitvi. Kot prvo velja izpostaviti, da se večina 
inštrumentov nanaša na zelo široko opredeljene kontekste, kot sta splošna internetna uporaba 
ali uporaba spletnih socialnih omrežij. Ob tem velja tudi povedati, da inštrumenti pokrivajo  
zelo majhno število kontekstov. Kot smo tu že večkrat zapisali, je ujemanje med merjenimi 
konstrukti na kontekstualni ravni ključnega pomena za dobro napovedno moč (npr. DeVellis, 
2012, str. 73–75). Yun in drugi (2019) lepo povzamejo različne kontekste, Nissenbaum (2010) 
pa jasno opiše vpliv različnih kontekstov na razumevanje zasebnosti. Poleg tega je bilo tudi 
empirično prepoznano, da je stopnja SIZ odvisna od vrste osebnih informacij (Dinev in Hart, 
2006a). Raziskovalcem zato priporočamo, da razvijejo anketne merske inštrumente za 
specifična okolja, saj je posameznikova zaznava zasebnosti močno pogojena s kontekstom, v 
katerem se nahaja (Nissenbaum, 2010). 
Naš pregled ponudi dobro izhodišče za izbiro kontekstov, za katera inštrumenti še niso bili 
razviti. Vsekakor pa je pričakovati, da bodo specifični konteksti vsebovali specifične 
razsežnosti. Tu velja omeniti tudi prepoznan zaostanek obstoječih anketnih inštrumentov za 
razvojnimi trendi na področju internetnih tehnologij. Osredotočenost na kontekste e-
poslovanja, splošne internetne uporabe, spletnih socialnih omrežij in mobilnega interneta se v 
času razvoja umetne inteligence, interneta stvari, avtonomnih vozil in robotov ter 5G mobilne 
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tehnologije zdi zelo omejujoča. Zlasti preseneča odsotnost osrediščenosti na nekatere storitve, 
ki jih internetni uporabniki že danes množično uporabljajo, kot so storitve shranjevanja in 
deljenja datotek v oblaku (na primer Google Drive, Onedrive, Dropbox). Te storitve in 
tehnologije so značilne za obdobje nadaljevanja znotraj raziskovalnega področja informacijske 
zasebnosti (Yun in drugi, 2019). Vsekakor je bilo nekaj raziskav na tem področju z ozirom na 
informacijsko zasebnost že narejenih. Tu lahko omenimo dva merska inštrumenta, ki se 
ukvarjata z merjenjem SIZ v teh kontekstih. Prvi je inštrument, razvit za merjenje SIZ v odnosu 
do uporabe biometričnih sistemov med gasilci (Carpenter, McLeod in Clark, 2008), drugi pa za 
merjenje SIZ z ozirom na pametne merilce porabe električne energije (Huang in Palvia, 2016). 
Nobenega izmed navedenih inštrumentov nismo vključili v naš pregled, saj merjenje SIZ ni 
povezano le s spletnim okoljem. 
Z ozirom na kontekst podatkov o mobilnosti in informacijske zasebnosti smo sicer prepoznali 
prispevek Rohunena in Markkula (2018), v katerem avtorja poskušata razumeti, kaj 
posamezniki menijo o uporabi tovrstnih podatkov in kako zaskrbljeni so o zasebnosti. Vendar 
pa avtorja ne razvijeta merskega inštrumenta. Obstajajo tudi študije, ki se ukvarjajo z merjenjem 
SIZ v odnosu do nosljivih naprav (angl. wearable devices) (npr. Gu, Wei in Xu, 2015), vendar 
Gu in drugi (2015) v prispevku ne razvijajo inštrumenta, marveč uporabijo prilagojen 
inštrument IUIPC (Malhotra in drugi, 2004), ki morda ni najbolj primeren za merjenje SIZ v 
omenjenem kontekstu. Kot vidimo, je pri razvoju anketnih merskih inštrumentov še veliko 
prostora za razvijanje anketnih inštrumentov, ki bi merili SIZ v novo nastajajočih spletnih 
kontekstih, kot tudi kontekstih, kjer postaja meja med spletnim in fizičnim okoljem vse bolj 
zabrisana (tj. internet stvari). 
Z ozirom na vsebovane razsežnosti smo lahko videli precejšnjo raznolikost v številu vključenih 
razsežnosti, a hkrati njihovo manjšo vsebinsko variabilnost. Kot problem smo prepoznali, da 
avtorji zaradi umanjkanja celostne in enotne konceptualizacije teoretskega konstrukta SIZ 
teoretski konstrukt SIZ opredeljujejo različno in uporabljajo različne teorije. Pomanjkanje 
osrednje teorije, ki bi delovala kot podstat v raziskovanju informacijske zasebnosti in SIZ, so 
prepoznali tudi Yun in drugi (2019, str. 586). Le takšna teorija lahko namreč omogoči 
usmerjeno in obveščeno napredovanje raziskovalnega polja (prav tam). Njeno pomanjkanje pa 
je tudi razlog, da neposredna primerjava razsežnosti in strukture merskega modela med 
različnimi anketnimi inštrumenti za merjenje SIZ ni mogoča. Na podlagi tega raziskovalcem 
tudi priporočamo, da pri snovanju novih inštrumentov jasno izpostavijo razloge za izbiro 
določene teorije ter razloge za vključitev določenih in izključitev drugih razsežnosti. Le 
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natančna utemeljitev izbire teorij in razsežnosti lahko namreč omogoči primerjavo med 
različnimi inštrumenti in pokaže na razlike v SIZ med različnimi konteksti. Z ozirom na 
strukturo merskih modelov, uporabljenih v anketnem merjenju SIZ, pa bi lahko poleg 
reflektivnih modelov uporabili tudi formativne modele merjenja. Formativni modeli so morda 
bolj primerni, saj bi lahko zmanjšali učinek uokvirjanja, kadar se sprašuje o zasebnosti 
neposredno. 
Za konec lahko še razmislimo o preverjanju kakovosti in primernosti uporabljenih postopkov 
za razvoj anketnih inštrumentov za merjenje SIZ. Naša analiza je namreč pokazala, da so 
postopki za preverjanje notranje veljavnosti pri veliki večini inštrumentov sicer ustrezni, vendar 
pa je pogosto zanemarjen vsebinski vidik. Posledično smo ugotovili, da anketni inštrumenti 
niso natančno opredeljeni, ker niso osnovani na teoriji. Hkrati tudi niso izvedene kvalitativne 
in pilotne študije, ki bi potrdile vsebinsko veljavnost nabora predlaganih trditev/vprašanj v 
merskih lestvicah kot relevantnih oziroma smiselnih za ciljno populacijo.  
Vsekakor je pomanjkljiva vsebinska veljavnost lahko tudi posledica kompleksnosti, ki se 
odraža v zelo različnih in neenotnih opredelitvah konstrukta zasebnosti – o čemer smo pisali v 
razdelku 2.1. Obstaja namreč več pristopov in opredelitev pojma zasebnosti (Smith in drugi, 
2011), ki je lahko opredeljena v smislu vrednot, kot pravica ali dobrina. Lahko pa se jo razume 
tudi kot subjektivno oceno, torej kot stanje ali nadzor (prav tam). Vendar pa bi bilo nujno, da 
se – ravno zaradi te pluralnosti opredelitev – v prihodnjih raziskavah natančno opiše, na 
katerega izmed pristopov se raziskovalci pri razvoju merskih inštrumentov sklicujejo. To ne bo 
pomagalo razjasniti le vsebinske primernosti trditev in vprašanj v anketnih inštrumentih, 
temveč raziskovalcem, ki bodo anketne inštrumente za merjenje SIZ uporabljali v praksi, 
omogočilo, da izberejo za njihove potrebe najbolj primeren inštrument. 
V celoti gledano menimo, da je največja pomanjkljivost trenutnega merjenja SIZ z anketnimi 
vprašalniki njegova konceptualna ohlapnost, tako v opredelitvah, uporabljenih teorijah, 
izbranih kontekstih in razsežnostih. Izhajajoč iz klasičnih pristopov k razvoju merskih lestvic 
in operacionalnih opredelitev teoretskih konstruktov vemo, da tudi ustrezna kakovost in 
dosledna izvedba postopkov za preverjanje notranje veljavnosti ne more nadomestiti 
pomanjkljive faze konceptualizacije (Ferligoj in dr., 1995; DeVellis, 2012). Najpomembnejši 
korak pri nadgradnji in razvoju obstoječih anketnih inštrumentov za merjenje SIZ na internetu 
se nam zato zdi razvoj v smislu večje jasnosti pri raziskovanju konstrukta SIZ. ''Ohlapnost'' 
razumevanja SIZ lahko namreč vodi v enačenje teoretskih pojmov, za katere se uporablja enake 
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terminološke označevalce, v resnici pa njihove teoretske opredelitve nakazujejo (mnogokrat) 
povsem različne teoretske opredelitve (Bergman, 1998). Menimo, da bi večja natančnost in 
doslednost pri konceptualnih opredelitvah SIZ, ki bi bile utemeljene na jasnih teoretskih 
okvirjih, omogočila bolj veljavno anketno raziskovanje SIZ tako v smislu veljavnosti kot 
zanesljivosti merjenja. Hkrati bi to omogočilo tudi lažjo primerjavo izsledkov študij, ki 
uporabljajo različne anketne inštrumente za merjenje SIZ. 
Preden predstavimo še tri glavne omejitve magistrskega dela in celotno magistrsko delo 
sklenemo, pa velja izpostaviti še nekaj anketnih inštrumentov za merjenje SIZ, ki smo jih našli 
med pridobivanjem ustreznih prispevkov za podrobnejšo analizo, a vanjo niso bili vključeni 
zaradi kršitve vključitvenih kriterijev. Predstavljeni inštrumenti so verjetno uporabni v 
določenih primerih, saj nekateri izmed njih pokrivajo specifične kontekste. Preden jih 
naštejemo, moramo poudariti, da konceptualnih izhodišč in metodološke kakovosti postopkov 
za preverjanje zanesljivosti in veljavnosti pri teh inštrumentih nismo preverjali. 
Najprej moramo omeniti inštrument, ki so ga razvili Earp, Anton, Aiman - Smith in Stufflebeam 
(2005), ki je sicer namenjen merjenju SIZ v spletnem okolju, vendar pa to ni osrednja tema 
omenjenega prispevka, zaradi česar ga v pregled nismo vključili. Avtorje je namreč primarno 
zanimalo, ali se pravilniki o zasebnosti spletnih strani ujemajo s pričakovanji spletnih 
uporabnikov. Nadalje lahko omenimo zanimiv anketni inštrument Childa, Pearsona in Petronie 
(2009), ki je bil razvit z namenom, da se oceni, kako študenti upravljajo s svojo zasebnostjo pri 
uporabi blogov. V naš pregled ga nismo vključili, ker primarno ''odseva posameznikovo oceno 
lastnih aktivnosti pri uporabi bloga'' in torej bolj meri posameznikovo zaznavo o lastni 
komunikaciji (Child in drugi, 2009, str. 2090). Po drugi strani bi ga lahko ravno zaradi tega 
videli kot inštrument, ki meri SIZ neposredno, torej prek aktivnosti, ki jih posamezniki počnejo. 
Nadalje lahko omenimo inštrument, ki sta ga razvila Jia in Xu (2015, 2016) in ki meri skupinsko 
SIZ v kontekstu spletnih socialnih omrežij. Inštrument je izredno zanimiv, saj je verjetno eden 
izmed redkih, ki meri skupinsko SIZ oziroma posameznikovo skrb za skupinsko informacijsko 
zasebnost. Njegova uporaba bi bila v določenih primerih dobrodošla; sploh v primeru sočasne 
uporabe z inštrumentom, ki meri posameznikovo skrb za lastno informacijsko zasebnost. 
Omenimo lahko še inštrument, ki sta ga razvila Baruh in Cemalcilar (2014). Namenjen je 
merjenju stališč do zasebnosti v kontekstu spletnih socialnih omrežij. Nanaša se na prepričanja, 
da je informacijska zasebnost pravica, prepričanja o lastni skrbi za informacijsko zasebnost in 
tudi o pogledih na spoštovanje informacijske zasebnosti drugih. Inštrumenta nismo vključili v 
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pregled, ker se ne osredotoča izključno na nivo posameznikove skrbi o lastni informacijski 
zasebnosti. 
Še enkrat lahko izpostavimo inštrument za merjenje posameznikove skrbi za splošno zasebnost 
v kontekstu biometričnih senzorjev (Carpenter in drugi, 2008), ki ni namenjen izključno 
informacijski zasebnosti in ni vezan na spletno okolje. Kljub temu je lahko koristna izbira za 
ponovno uporabo v določenih kontekstih. Podoben temu je tudi inštrument za merjenje skrbi 
za splošno zasebnost v okviru pametnih merilcev električne energije (Huang in Palvia, 2016). 
Tudi ta inštrument vsebuje vidike fizične zasebnosti. Nadalje lahko omenimo inštrument, ki sta 
ga razvila Kenny in Connolly (2017). Gre za prilagoditev inštrumenta IPC-2 (Hong in Thong, 
2013) v zdravstveni kontekst. Inštrument je sicer namenjen merjenju informacijske zasebnosti, 
vendar ne izključno v spletnem okolju. 
Omeniti velja še prispevek Mortona (2013), kjer avtor razvija zelo splošno lestvico za merjenje 
skrbi za splošno zasebnost. Vsekakor je pomemben tudi inštrument, ki so ga razvili Smith in 
drugi (1996), ki sta ga kasneje nekoliko prilagodila Stewart in Segars (2002) ter potrdila 
njegove psihometrične lastnosti. Ta inštrument je najpogosteje uporabljen za merjenje SIZ, tudi 
v spletnem okolju (Belanger in Crossler, 2011), kar glede na število in visoko kakovost 
uporabljenih postopkov pri razvoju inštrumenta ni presenetljivo. 
Na koncu velja omeniti še dva prispevka, ki se ukvarjata z razvojem anketnega inštrumenta za 
merjenje SIZ v spletnem okolju. Vendar, ker nista v angleškem jeziku, ju v pregled nismo mogli 
vključiti – prvi je v japonščini (Sato in Tabato, 2013) drugi pa v portugalščini (Netto, da Silva 
in Macada, 2018). 
 
6.2 Omejitve 
Kot vsako raziskovalno delo ima tudi to magistrsko delo nekaj vsebinskih in metodoloških 
omejitev. Zaradi velikega števila prispevkov in študij, ki se ukvarjajo z merjenjem SIZ, smo se 
v empirični študiji omejili le na anketne inštrumente za merjenje SIZ na internetu oziroma v 
spletnih okoljih. To je bilo smiselno, saj bi bil pregled vseh prispevkov, ki merijo SIZ v katerem 
koli kontekstu, preobsežen. Upoštevajoč veliko heterogenost pristopov merjenja SIZ, ki jih je 
nakazala pričujoča študija, se zastavlja vprašanje, ali bi širitev raziskave na druge kontekste 
prinesla vsebinsko bolj jasne in izčrpne rezultate. Vseeno je ta omejitev lahko nekoliko 
problematična, ker so številni obravnavani anketni inštrumenti po svoji konceptualni zasnovi 
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izhajali iz prispevkov, ki so bili primarno razviti za nespletna okolja (npr. Smith in drugi, 1996). 
Pregled vseh razvitih anketnih inštrumentov za merjenje SIZ bi tako omogočil celovit pregled 
razvoja merjenja tega konstrukta. To bi prineslo vpogled v spremembe konceptualizacije in 
operacionalizacije konstrukta SIZ skozi čas in omogočilo prepoznanje sprememb v 
razsežnostih, ki so razumljene kot središčne za operacionalizacijo omenjenega pojma. 
Naslednja omejitev našega prispevka se nanaša na dejstvo, da smo se v empirični analizi 
osredotočili le na prispevke, ki so predstavili razvoj in testiranje anketnih inštrumentov za 
merjenje SIZ. Sicer smo prepoznali veliko število anketnih inštrumentov, razvitih za merjenje 
SIZ v spletnem okolju, vendar pa zaradi tega nismo uspeli v celoti oceniti njihove vsebinske in 
notranje veljavnosti. Namreč, v pregled nismo vključili dodatnih empiričnih študij, ki 
preverjajo vsebinsko veljavnost teh inštrumentov, in študij, ki bi preverjale še dodatne merske 
lastnosti inštrumentov. Izmed izbranih inštrumentov avtorji pri nobenem od njih niso preverjali 
medkulturne veljavnosti, a prav možno je, da je to naredila kakšna kasnejša študija. Zaradi tega 
lahko domnevamo, da naši rezultati nekoliko podcenjujejo kakovost pregledanih anketnih 
merskih inštrumentov. Velja pa spomniti, da glavni cilj magistrskega dela ni bil podati končne 
ocene merske kakovosti posameznega inštrumenta, temveč kvečjemu razumeti in opisati 
vsebinske značilnosti inštrumentov in oceniti kakovost postopkov, ki so jih avtorji v prispevkih 
uporabili za razvoj anketnih inštrumentov za merjenje SIZ. V prihodnje bi bilo vsekakor 
koristno oceniti inštrumente na podlagi vseh študij, ki so bile opravljene, saj bi tako videli, 
kateri inštrumenti so primerni za nadaljnjo uporabo in kateri ne. 
Kot tretjo večjo omejitev magistrskega dela bi omenili uporabo metodologije COSMIN. Čeprav 
menimo, da je uporaba uveljavljene metodologije za oceno kakovosti razvoja in merskih 
lastnosti anketnih inštrumentov boljša izbira kot pa razvoj lastne metodologije, smo morali pri 
uporabi metodologije COSMIN sklepati kompromise, ki so povezani predvsem z dejstvom, da 
je bil COSMIN v osnovi razvit za področje zdravstva in medicine. Zaradi tega je bilo določene 
dele COSMIN instrumentarija težko prenesti v kontekst raziskovanja SIZ. Zlasti to velja za 
specifične pristope in postopke, ki jih medicinske in zdravstvene vede uporabljajo za validacijo 
merskih inštrumentov, kot so testiranje zanesljivosti po metodi test-retest, pa tudi ocenjevanje 
odzivnosti. V tem oziru bi bilo metodologijo verjetno smiselno prenesti tudi na področje 
družboslovja, saj bi prilagojena metodologija omogočila lažje preverjanje anketnih merskih 
inštrumentov in ponudila jasne primere dobre prakse v razvoju anketnih merskih inštrumentov.  
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7 Zaključek 
 
V magistrskem delu smo naslovili težave, ki se pojavljajo pri vsebinskih vidikih anketnega 
merjenja SIZ. Iz pregleda literature smo prepoznali, da ni enotne opredelitve teoretskega 
konstrukta SIZ, ter predpostavili, da lahko številne težave, povezane z anketnim merjenjem 
SIZ, izvirajo iz uporabljene metodologije. Kot glavni cilj magistrskega dela smo si zadali 
pregled obstoječih anketnih inštrumentov za merjenje SIZ med spletnimi uporabniki z 
namenom ocenitve njihove teoretske zasnove, strukture merskega modela in preverjanja 
metodološke kakovosti uporabljenih postopkov za razvoj inštrumentov. Za odgovarjanje na 
zastavljena vprašanja smo izbrali metodo sistematičnega pregleda literature. Tu smo sledili 
uveljavljenim standardom za izpeljavo in poročanje sistematičnih pregledov. Iz elektronskih 
baz smo pridobili 970 prispevkov. Po odstranitvi dvojnikov (502) in pregledu izvlečkov smo 
ohranili 28 prispevkov. Naše iskanje smo dopolnili s pregledom referenc v izbranih prispevkih 
in dodatnim ročnim iskanjem. V končni pregled smo vključili 48 prispevkov. Vključitvenim 
kriterijem je zadostilo 13 prispevkov, v katerih so avtorji razvili 16 anketnih inštrumentov za 
merjenje posameznikove SIZ. Za vsak inštrument smo nato izpisali opredelitev merjenega 
konstrukta, uporabljeno teorijo, kontekst, razsežnosti in mersko strukturo ter preverili 
metodološko kakovost postopkov, uporabljenih v njegovem razvoju. 
Naša analiza je prepoznala ključne anketne merske inštrumente za merjenje SIZ. Vsakega 
izmed njih smo opisali ter predstavili kronološki razvoj in povezave med inštrumenti. Rezultati 
kažejo tako na pomanjkljivo konceptualizacijo konstrukta kot tudi na pomanjkanje 
kontekstualne specifičnosti razvitih inštrumentov. Poleg tega je treba razviti več anketnih 
inštrumentov za merjenje SIZ v novih in novo nastajajočih spletnih kontekstih. Smiselno je 
razviti tudi nove inštrumente, ki bi merili SIZ brez neposrednega spraševanja po zasebnosti, saj 
lahko to vodi v učinke uokvirjanja. Z ozirom na preverjanje zanesljivosti in veljavnosti je 
najbolj kritičen vidik vsebinske veljavnosti, saj ji raziskovalci zelo očitno posvečajo premalo 
pozornosti. Zaželena bi bila mnogo večja natančnost pri opredelitvah pojma SIZ, saj bi to 
doprineslo k večji jasnosti merjenega konstrukta in hkrati povečalo njegovo napovedno moč z 
ozirom na vedenje posameznikov. Navedena priporočila naslavljajo prepoznane težave, 
povezane z anketnim merjenjem SIZ. Njihovo upoštevanje bi omogočilo boljše razumevanje 
informacijske zasebnosti v okviru specifičnih spletnih storitev in vloge SIZ pri njihovem 
sprejemanju in uporabi.  
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Priloga C: Razlogi za vključitev in izključitev posameznih prispevkov v analizo 
 
Tabela C.1: Razlogi za vključitev in izključitev posameznih prispevkov v analizo17 
ID Prispevke 
Vključitveni in izključitveni kriteriji (1 = izpolnjeni, 0 = prekršeni)  
Rezultat (1 = 
vključen, 0 = 
izključen) 
Poudarek je 
na razvoju 
inštrumenta 
Nivo 
posameznika 
Le info. 
zasebnost 
Samo-
ocena 
Kvant. 
preverjanje 
veljavnosti 
Le aktivnosti 
povezane s 
spletom 
Angleščina Recenz. 
  Prispevki najdeni v elektronskih bazah   
1 Smith, Milberg in Burke (1996) 1 1 1 1 1 0 1 1 0 
2 Sheehan in Hoy (2000) 0 1 1 1 0 1 1 1 0 
3 Stewart in Segars (2002) 1 1 1 1 1 0 1 1 0 
4 Dinev in Hart (2004) 1 1 1 1 1 1 1 1 1 
5 Malhotra, Kim in Agarwal (2004) 1 1 1 1 1 1 1 1 1 
6 Rose (2005) 0 1 1 1 1 0 1 1 0 
7 Buchanan, Paine, Joinson in Reips (2007) 1 1 1 1 1 1 1 1 1 
8 Castaneda, Montoso in Luque (2007) 1 1 1 1 1 1 1 1 1 
9 Carpenter, McLeod in Clark (2008) 1 1 0 1 1 0 1 1 0 
10 Zheng, Shi, Zeng in Lu (2010) 1 1 1 1 1 1 1 1 1 
11 Xu, Gupta, Rosson in Carroll (2012) 1 1 1 1 1 1 1 1 1 
12 Hong in Thong (2013) 1 1 1 1 1 1 1 1 1 
13 Morton (2013) 1 1 0 1 1 0 1 1 0 
14 Choi in Jiang (2013) 0 1 1 1 0 1 1 1 0 
15 Osatuyi (2014a) 1 1 1 1 1 1 1 1 1 
16 Martin, Gupta, Wingreen in Mills (2015) 0 1 1 0 0 1 1 1 0 
17 Borena, Belanger, Ejigu in Anteneh (2015) 1 1 1 1 1 1 1 1 1 
18 Jia in Xu (2015) 1 0 1 1 1 1 1 1 0 
19 Carpenter, Maasberg, Hicks in Chen (2016) 0 1 1 1 0 0 1 1 0 
20 Huang in Palvia (2016) 1 1 0 1 1 0 1 1 0 
21 Jia in Xu (2016) 1 0 1 1 1 1 1 1 0 
22 Alakurt (2017) 1 1 1 1 1 1 1 1 1 
23 Buck in Burster (2017) 1 1 1 1 1 1 1 1 1 
24 Kenny in Connolly (2017) 1 1 1 1 1 0 1 1 0 
25 Netto, da Silva in Macada (2018). ? a ? ? ? ? ? ? 1 0 
26 Rohunen in Markkula (2019). 0 1 1 0 0 0 1 1 0 
27 Carpenter, McLeod, Hick in Maasberg (2018) 0 1 0 1 1 0 1 1 0 
28 Koohang, Paliszkiewicz in Goluchowski (2018) 0 1 1 1 1 1 1 1 0 
Tabela se nadaljuje 
 
17 Prispevki, predstavljeni v tabeli, so navedeni v prilogah A in B. 
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ID Vir 
Vključitveni in izključitveni kriteriji (1 = izpolnjeni, 0 = prekršeni)  
Rezultat (1 = 
vključen, 0 = 
izključen) 
Poudarek je 
na razvoju 
inštrumenta 
Nivo 
posameznika 
Le info. 
zasebnost 
Samo-
ocena 
Kvant. 
preverjanje 
veljavnosti 
Le aktivnosti 
povezane s 
spletom 
Angleščina Recenziran 
  Prispevki najdeni v referencah pregledanih dokumentov   
29 Culnan in Armstrong (1999) 0 1 1 1 1 0 1 1 0 
30 Cranor, Reagle in Ackerman (1999) 0 1 1 1 0 1 1 1 0 
31 
Earp, Anton, Aiman - Smith in Stufflebeam 
(2005) 
0 1 1 1 1 1 1 1 0 
32 Kumaraguru in Cranor (2005) 0 1 1 0 0 0 1 1 0 
33 Van Slyke, Shim, Johnson, in Jiang (2006) 0 1 1 1 1 1 1 1 0 
34 Pavlou, Liang in Xue (2007) 0 1 1 1 1 1 1 1 0 
35 Zviran (2008) 0 1 1 1 0 1 1 1 0 
36 Child, Pearson in Petronio (2009) 1 1 0 1 1 1 1 1 0 
37 Li (2014) 0 1 1 1 0 1 1 1 0 
38 Osatuyi (2015) 0 1 1 1 1 1 1 1 0 
39 Koohang (2017) 1 1 1 1 1 1 1 1 1 
40 Bansal (2016) 1 1 0 1 1 1 1 1 0 
  Prispevki iz ročnega iskanjab   
41 Taddicken (2010) 1 1 1 1 1 1 1 1 1 
42 Braunstein, Granka in Staddon (2011) 0 1 1 1 0 1 1 1 0 
43 Lowry, Cao in Everard (2011) 0 1 1 1 0 1 1 1 0 
44 Sato in Tabata (2013) ? a ? ? ? ? ? 0 1 0 
45 Baruh in Cemalcilar (2014) 1 0 1 1 1 1 1 1 0 
46 Osatuyi (2014b) 1 1 1 1 1 1 1 1 1 
47 Reips, Oostlander in Buchanan (v tisku)c ? a ? ? ? ? ? ? 1 0 
48 Baruh, Bal and Cemalcılar (2015) 1 0 1 1 1 1 1 1 0 
 
aVprašaj nakazuje, da do prispevka nismo imeli dostopa, ali pa da je bil v drugem jeziku. 
bRočno iskanje vključuje prispevke, ki so bili najdeni med pripravo pregleda literature ali med področnimi pregledi. 
cPrispevek naveden v Taddicken (2010), vendar več informacij o njem nismo našli. 
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Priloga Č: Predstavitev posameznih študij in ocena njihove kakovosti po metodologiji COSMIN 
 
Tabela Č.1: Predstavitev posameznih študij in ocena njihove kakovosti po metodologiji COSMIN 
          Razvoj inštrumenta Notranja veljavnost 
Dodatne merske 
lastnosti 
Oznaka Študija 
Nov 
vzorec? 
Način 
vzorčenja 
N 
% 
odg. 
Povprečje in SD Država Jezik Prevod? 
Osn. 
zaht. 
Prep. 
konst. 
Pil. 
š. 
Raz. Cel. 
Str. 
vel. 
Not. 
konsist. 
Medk. 
vel. 
Zanes. 
Krit. 
vel. 
IPC-1 1 Da n.j. 369 40% 
3,5 % manj kot 20 let;  66,4 % 21-30 let, 
19,8 % 31-40 let, 10,3 % več kot 40 let 
ZDA Ang. Ne N / Z N DV Z ZD / / / 
IUIPC 1 Da Anketar, papir 293 n.p. M = 35 let ZDA Ang. Ne Z DV N / / DV / / / / 
IUIPC 2 Da Anketar, papir 449 n.p. 53% 35 let in več ZDA Ang. Ne / / / / / ZD ZD / / ZD 
OPC 1 Da 
Samo-
izpolnjena, 
računalnik 
515 75% M = 43,9 let; SD = 10.4 VB Ang. Ne N DV N / / Z ZD / / / 
OPC 2 Da 
Samo-
izpolnjena, 
računalnik 
69 n.p. 
Dva vzorca: A: 38 oseb, M = 44,2 let, 
SD = 10,6; B: 31 oseb, M = 35,7 let, SD 
= 10,2 
VB Ang. Ne / / / / / / / / / / 
OPC 3 Da 
Samo-
izpolnjena, 
računalnik 
1122 58% M = 42,3 let, SD = 11,1 VB Ang. Ne / / / / / / / / / ZD 
CPCI 1 Da n.j. 440 n.p. M = 22 let, SD = 0,16 Španijaf n.j. Ne N / Z DV DV ZD ZD / / ZD 
ECWPC 1 Da n.j. 400 n.p. 33 % 25-34 let, 38 % 35-44 let Španijaf n.j. Ne N / Z DV DV Z DVd / / / 
APCP 1 Da 
Samo-
izpolnjena, 
računalnik 
548 78% M = 25,04 Nemčija Nem. Da N DV N / / Z ZD / / / 
APCP 2 Da 
Samo-
izpolnjena, 
računalnik 
3030 n.p. 
12,5 % 14-19 let, 18,9 %  20-29 let, 20,5 
% 30-39 let, 22,6 % 40-49 let, 14,4 % 
50-59 let, 11,1 % 60 let ali več 
Nemčija Nem. Da / / / / / ZD ZD / / / 
APCP-18 1 Ne 
Samo-
izpolnjena, 
računalnik 
3030 n.p. Nemčija Nem. Da N DV N / / ZD ZD / / ZD 
UPCSNS 1 Da 
Samo-
izpolnjena, 
računalnik 
115 n.p. n.p. Kitajska n.j. Ne N Z N / / Ne ZD / / / 
MUCIP 1 Da 
Samo-
izpolnjena, 
računalnik 
310 n.p. Študenti ZDA Ang. Ne Zc DVc Z DV DV ZD ZD / / / 
IPC-2 1 Da 
Samo-
izpolnjena, 
računalnik 
968 n.p. M = 31.64 let 
Hong 
Kong 
n.j. Ne N / Z N DV ZD / / / / 
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          Razvoj inštrumenta Notranja veljavnost 
Dodatne merske 
lastnosti 
Oznaka Študija 
Nov 
vzorec? 
Način 
vzorčenja 
N 
% 
odg. 
Povprečje in SD Država Jezik Prevod? 
Osn. 
zaht. 
Prep. 
konst. 
Pil. 
š. 
Raz. Cel. 
Str. 
vel. 
Not. 
konsist. 
Medk. 
vel. 
Zanes. 
Krit. 
vel. 
IPC-2 2 Da 
Samo-
izpolnjena, 
računalnik 
961 n.p. M = 31,63 let 
Hong 
Kong 
n.j. Ne / / / / / ZD / / / / 
IPC-2 3 Da 
Samo-
izpolnjena, 
računalnik 
992 n.p. M = 25,13 let 
Hong 
Kong 
n.j. Ne / / / / / ZD ZD / / / 
IPC-2 4 Da 
Samo-
izpolnjena, 
računalnik 
887 n.p. M = 25,11 let 
Hong 
Kong 
n.j. Ne / / / / / ZD / / / / 
SMIPC 1 Da 
Samo-
izpolnjena, 
računalnik 
250 n.p. Mediana = 19 let ZDA Ang. Ne N / Z DV DV ZD ZD / / / 
SNS-IPC 1 
Daa n.j. 276a 
n.p. 
n.p. 
Etiopijab Ang. Ne N / N DV DV DV / / / / 
SNS-IPC 2 n.p. Etiopija Ang. Ne / / / / / DV ZD / / / 
SNS-IPC 3 n.p. Etiopija Ang. Ne / / / / / DV ZD / / / 
Amharic SNS-IPC 1 Da n.j. 124 n.p. n.p. Etiopija Amh. Da N / N DV DV DV ZD / / / 
Turkish OPCS 1 Da n.j. 40 n.p. n.p. Turčija 
Ang. 
in tur. 
Da N / Z DV DV / / / / ZD 
Turkish OPCS 2 Da n.j. 315 n.p. 
M = 21,40, SD = 3,90a 
Turčija Tur. Da / / / / / Z ZD / / / 
Turkish OPCS 3 Da n.j. 252 n.p. Turčija Tur. Da / / / / / ZD / / / / 
AIPC 1 Da 
Samo-
izpolnjena, 
računalnik 
269 n.p. M = 21,57 let, SD = 8,49 Nemčija 
Ni 
jasno 
Ne N / N / / DV ZD / / / 
SMSPC 1 Da 
Samo-
izpolnjena, 
računalnik 
157 n.p. 
36 % 18-20 let, 42 % 21-29 let, 13 % 30-
39 let, 9 % 40 let ali več 
ZDA Ang. Ne N / N / / Z ZD / / / 
Legenda: n.p. – ni podatka; n.j. – ni jasno opisano; Ang. – angleščina; Nem – nemščina; Amh. – amharščina; Tur – turščina; ZD – zelo dobro; Z – zadostno; DV – dvomljivo, N – nezadostno 
aZa več študij skupaj. 
bPredtest: ZDA, Etiopija, Avstralija. 
cKvalitativna študija le za eno lestvico. 
dZa preverjanje notranje konsistentnosti so uporabili Spearman-Brownov postopek. 
ePremajhen vzorec glede na število vprašanj. 
fNi jasno opisano. 
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Tabela D.1: Razsežnosti vsebovane v posameznem inštrumentu skupaj z opisom 
Vir Oznaka Razsežnost Opis razsežnosti Pripisana razsežnost 
Dinev in Hart 
(2004) 
IPC-1 
Iskanje 
Stopnja, do katere je posameznik zaskrbljen, da so na 
spletu dostopne informacije o njemu. 
Dostop 
Zloraba 
Stopnja, do katere je posameznik zaskrbljen, da se lahko 
informacije o njemu zlorabi. 
Zloraba 
Malhotra, 
Kim in 
Agarwal 
(2004) 
IUIPC 
Zbiranje 
Stopnja, do katere je oseba zaskrbljena o količini osebnih 
podatkov, ki jih imajo v posesti drugi, relativno glede na 
pridobljene ugodnosti. 
Zbiranje 
Nadzor 
Ali ima posameznik nadzor nad osebnimi informacijami: 
prek možnosti so vplivanja na zbiranje informacije ali 
možnosti zahtevanja prekinitve zbiranja informacij. 
Nadzor nad zbiranjem 
Zavedanje 
Stopnja, do katere je potrošnik zaskrbljen glede lastne 
ozaveščenosti o organizacijskih praksah ravnanja z 
zasebnimi podatki. 
Zavedanje 
Castaneda, 
Montoso in 
Luque (2007) 
CPCI 
Zbiranje Skrb za nadzor nad zbiranjem osebnih informacij. Nadzor nad zbiranjem 
Uporaba 
Skrb za nadzor nad uporabo osebnih podatkov na 
elektronskem trgu 
Nadzor nad uporabo 
Castaneda, 
Montoso in 
Luque (2007) 
ECWPC 
Zbiranje Skrb za nadzor nad zbiranjem osebnih informacij. Nadzor nad zbiranjem 
Uporaba 
Skrb za nadzor nad uporabo osebnih podatkov na 
elektronskem trgu 
Nadzor nad uporabo 
Taddicken 
(2010) 
APCP 
Skrb za osebne 
podatke 
Ni opisa Skrb za zasebnost 
Skrb za varnost 
zasebnosti 
Ni opisa Skrb za zasebnost 
Skrb za 
zasebnost e-
pošte 
Ni opisa Skrb za zasebnost 
Skrb za varnost 
podatkov o 
kreditni kartici 
Ni opisa Skrb za zasebnost 
Zheng, Shi, 
Zeng in Lu 
(2010) 
UPCSNS 
Zbiranje Ni opisa Zbiranje 
Nepooblaščena 
ponovna uporaba 
Ni opisa 
Nepooblaščena ponovna 
uporaba 
Nepooblaščen 
dostop 
Ni opisa Nepooblaščen dostop 
Nadzor Ni opisa Nadzor nad osebnimi podatki 
Zavedanje Ni opisa Zavedanje 
Skrb za 
zasebnost 
Ni opisa Skrb za zasebnost 
Xu, Gupta,  
Rosson in 
Carroll (2012) 
MUCIP 
Zaznano 
nadzorovanje 
Zaznava intenzivnega spremljanja podatkov kot tudi vtis, 
da prodajalci stalno spremljajo vedenje uporabnikov prek 
pametnih telefonov. 
Zaznano nadzorovanje 
Zaznan vdor 
Zaznana zmožnost drugih, da vdrejo v posameznikov mir 
ali samoto, zaradi predhodno razkritih informacij. 
Zaznan vdor 
Ponovna 
uporaba osebnih 
podatkov 
Stopnja, do katere posameznik čuti, da so informacije o 
njem uporabljene za druge razloge, kot primarno 
določene. 
Nepooblaščena ponovna 
uporaba 
Hong in 
Thong (2013) 
IPC-2 
Zbiranje 
Stopnja, do katere osebo skrbi količina osebnih 
podatkov, ki jo posedujejo spletne strani. 
Zbiranje 
Ponovna 
uporaba 
Stopnja, do katere je oseba zaskrbljena glede osebnih 
podatkov, ki jih spletne strani zbirajo za eno namen, a 
uporabijo za drug namen, brez posameznikovega 
dovoljenja. 
Nepooblaščena ponovna 
uporaba 
Napake 
Stopnja, do katere je oseba zaskrbljena, da postopki za 
preprečevanje namernih in slučajnih napak v osebnih 
podatkih niso zadostni. 
Napake 
Nepooblaščen 
dostop 
Stopnja, do katere je oseba zaskrbljena, da so osebni 
podatki, ki jih spletne strani posedujejo, na voljo osebam, 
ki nimajo ustreznega dostopa do uporabe teh podatkov. 
Nepooblaščen dostop 
Nadzor 
Stopnja, do katere je oseba zaskrbljena o premajhni 
stopnji nadzora na lastnimi osebnimi podatki, ki jih 
posedujejo spletne strani. 
Nadzor nad zbiranjem 
Zavedanje 
Stopnja, do katere je oseba zaskrbljena glede lastne 
osveščenosti o praksah spletnih straneh povezanih z 
informacijsko zasebnostjo. 
Zavedanje 
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Vir Oznaka Razsežnost Opis razsežnosti 
Pripisana 
razsežnost 
Osatuyi (2014) SMIPC 
Dostop in 
uporaba 
informacij 
Dostop in uporaba uporabnikovih osebnih informacij brez 
soglasja uporabnika. 
Dostop in uporaba 
informacij 
Zbiranje 
Zaskrbljenost, da se zbira in hrani prevelike količine osebnih  
podatkov. 
Zbiranje 
Napake 
Zaskrbljenost, da postopki za preprečevanje namernih in slučajnih 
napak v osebnih podatkih niso zadostni. 
Napake 
Borena, 
Belanger, 
Ejigu, in 
Anteneh 
(2015) 
SNS-IPC 
Zbiranje 
Zaskrbljenost glede količine podatkov, ki jo zberejo socialna 
spletna omrežja in drugi uporabniki. 
Zbiranje 
Ponovna uporaba 
Zaskrbljenost, da se podatke o uporabnikih spletnih socialnih 
omrežij, zbranih za en namen, uporabi za drug, nenačrtovan 
namen. 
Nepooblaščena 
ponovna uporaba 
Nadzor 
Stopnja, do katere uporabniki spletnih socialnih omrežij čutijo, da 
imajo zadosten nadzor nad informacijami, ki jih naložijo na 
spletna socialna omrežja. Vključuje tudi zmožnost uporabnikov, 
da upravljajo z nameni, za katere spletna socialna omrežja zbirajo, 
uporabljajo in spreminjajo podatke. 
Nadzor nad 
zbiranjem 
Napake 
Stopnja, do katere spletna socialna omrežja ne zagotavljajo 
ustrezne zaščite, da bi preprečile napačne podatke v profilu 
uporabnikov ali podatkovnih bazah, ki bi lahko dali napačen vtis 
o uporabniku. 
Napake 
Nepooblaščen 
dostop 
Občutek, da so osebni podatki o uporabnikih dostopni osebam, ki 
nimajo ustreznih dovoljenj za uporabe teh podatkov. 
Nepooblaščen 
dostop 
Borena,  
Belanger, 
Ejigu in 
Anteneh 
(2015) 
Amharic 
SNS-IPC 
Zbiranje 
Zaskrbljenost glede količine podatkov, ki jo zberejo socialna 
spletna omrežja in drugi uporabniki. 
Zbiranje 
Ponovna uporaba 
Zaskrbljenost, da se podatke o uporabnikih spletnih socialnih 
omrežij, zbranih za en namen, uporabi za drug, nenačrtovan 
namen. 
Nepooblaščena 
ponovna uporaba 
Nadzor 
Stopnja, do katere uporabniki spletnih socialnih omrežij čutijo, da 
imajo zadosten nadzor nad informacijami, ki jih naložijo na 
spletna socialna omrežja. Vključuje tudi zmožnost uporabnikov, 
da upravljajo z nameni, za katere spletna socialna omrežja zbirajo, 
uporabljajo in spreminjajo podatke. 
Nadzor nad 
zbiranjem 
Napake 
Stopnja, do katere spletna socialna omrežja ne zagotavljajo 
ustrezne zaščite, da bi preprečile napačne podatke v profilu 
uporabnikov ali podatkovnih bazah, ki bi lahko dali napačen vtis 
o uporabniku. 
Napake 
Nepooblaščen 
dostop 
Občutek, da so osebni podatki o uporabnikih dostopni osebam, ki 
nimajo ustreznih dovoljenj za uporabe teh podatkov. 
Nepooblaščen 
dostop 
Alakurt (2017) 
Turkish 
OPCS 
Uporaba e-pošte Skrb za zasebnost povezana z uporabo e-pošte. Skrb za zasebnost 
Spletno zaupanje 
Skrb, da bi tretje družbe pridobile osebne podatke prek spleta ali 
informacijsko-komunikacijskih orodji 
Skrb za zasebnost 
Spletno 
plačevanje 
Skrb za zasebnost povezana z uporabo kreditne kartice prek 
spleta. 
Skrb za zasebnost 
Buck in 
Burster (2017) 
AIPC 
Skrb 
Stopnja do katere je oseba zaskrbljena glede uporabe in obdelave 
zbranih osebnih podatkov zbranih prek mobilnih aplikacij 
Skrb za zasebnost 
Osebni odnos 
Določa kako pomembna je osebi varnost njihovih osebnih 
podatkov in kako občutljivi so glede tega. 
Osebni odnos 
Osebne zahteve 
Posameznikove zahteve o obdelavi osebnih podatkov s strani 
tretjih družb. 
Osebne zahteve 
Koohang 
(2017) 
SMSPC 
Zbiranje 
Stopnja, do katere osebo skrbi količina osebnih podatkov, ki jo 
posedujejo spletne strani. 
Zbiranje 
Ponovna uporaba 
Stopnja, do katere je oseba zaskrbljena glede osebnih podatkov, ki 
jih spletne strani zbirajo za eno namen, a uporabijo za drug 
namen, brez posameznikovega dovoljenja. 
Nepooblaščena 
ponovna uporaba 
Nadzor 
Stopnja, do katere je oseba zaskrbljena, da postopki za 
preprečevanje namernih in slučajnih napak v osebnih podatkih 
niso zadostni. 
Nadzor nad 
zbiranjem 
Napake 
Stopnja, do katere je oseba zaskrbljena, da so osebni podatki, ki 
jih spletne strani posedujejo, na voljo osebam, ki nimajo 
ustreznega dostopa do uporabe teh podatkov. 
Napake 
Nepooblaščen 
dostop 
Stopnja, do katere je oseba zaskrbljena o premajhni stopnji 
nadzora na lastnimi osebnimi podatki, ki jih posedujejo spletne 
strani. 
Nepooblaščen 
dostop 
Zavedanje 
Stopnja, do katere je oseba zaskrbljena glede lastne osveščenosti o 
praksah spletnih straneh povezanih z informacijsko zasebnostjo. 
Zavedanje 
 
