












































































Los  empleados  del  banco  no  tienen  acceso  a  dicho  software,  con  lo  que  necesitan  alguna 
forma de poder  llegar a cierta  información. Este proyecto rellena dicho hueco, estableciendo 






Una  empresa  que  presta  servei  d’assistència  als  usuaris  d’una  entitat  bancària  gestiona  i 
enregistra  les  incidèncias que els empleats  i  les oficines poden tenir mitjançant un software 
CRM.  Els  empleats  del  banc  no  tenen  accés  a  aquest  software,  llavors  requereixen  algún 
mètode  per  tal  d’accedir  a  part  de  la  informació.  Aquest  projecte  omple  aquest  buït, 
mitjançant  la  connexió  extrem  a  extrem  de  forma  segura  i  eficaç. Mitjançant  fitxers  XML 





An enterprise  that provides user assistance  support  for a bank offices manages and  record 
issues  that employees or offices  can  suffer by using CRM  software. Those employees don’t 
have access to that CRM software, so they may need some way to reach the information that 
the CRM stores. This project fills that hole by establishing a connection peer to peer securely 




















































































































PC, dificultades  técnicas con algún programa,    impresoras y escáneres, problemas 
para  realizar  una  operación  determinada  a  un  cliente,  avería  de  un  cajero 
automático, etc. 
Dichos  servicios  de  asistencia  se  registran  en  un  CRM2  usado  por  el  Contact 
Center3 para hacer el seguimiento y resolución de  las  incidencias. El CRM utilizado 
es Siebel4. La parte que nos afecta en este proyecto es básicamente la creación de 
estos  registros  en  Siebel,  aunque  más  tarde  veremos  que  proporciona  otras 
herramientas como la modificación y el seguimiento de incidencias. 
Actualmente  los  empleados  de  las  oficinas  dan  de  alta  las  incidencias  por 
teléfono  o  bien mediante  la  intranet  de  la  entidad  bancaria.  La  segunda  opción 
funciona mediante un sencillo  formulario que es enviado por correo electrónico a 



















hemos encontrado  con diferentes problemas, que pese  a no  ser muy habituales, 
suponen  grandes  problemas  para  el  SAU.  Algunos  de  esos  problemas  son 
directamente atribuibles al protocolo que estamos utilizando, el correo electrónico 
no es fiable al 100%, puede sufrir demoras y no siempre tenemos la garantía de su 
envío/recepción.  Otros  problemas  pueden  deberse  a  caracteres  utilizados  en  el 
correo  que  no  son  reconocibles  por  Siebel.  También  hemos  visto  problemas  con 
determinados  ficheros  adjuntos  en  un  correo.  Otro  problema  puede  ser  la 
indisponibilidad del buzón de correo, bien sea por mantenimiento o incidencia. 
Debido  a  estos  problemas  y  a  unas  nuevas  necesidades  del  cliente,  se  ha 
propuesto este proyecto. La solución consiste en ofrecer a los servidores de intranet 
que albergan el servicio actual de  formulario de envío de  incidencias una  interfaz 
estandarizada de  transmisión de datos en  formato XML, que permite  interactuar 
directamente con la lógica de negocio residente en Siebel. 





























Todos  los  mensajes  recibidos  se  registrarán  en  la  BBDD  de  Siebel  para  dar 
soporte  a  eventuales  auditorías  sobre  el  uso  de  datos  confidenciales  y  a  la  vez 
permitir  generar  informes  para  generar  estadísticas  de  uso  por  centro,  áreas 
geográficas, tipos de petición, etc. 
Con este documento  se pretende analizar  tanto  la viabilidad  como  los diseños 







Actualmente  cuando  un  empleado  de  una  oficina  bancaria  da  de  alta  una 
incidencia no vuelve a  tener más  información de esta hasta que se soluciona y es 


























las  funcionalidades mínimas que  todo  contact  center puede necesitar. Cuando 
los requerimientos se salen de esta funcionalidad mínima, es cuando entran en 





























- Recibe  como entrada  los datos que actualmente  se envían mediante 































- Recibe  como  parámetro  de  entrada  un  número  de  incidencia 
(generado previamente por  Siebel) y un  campo de  texto  libre  con  la 
información a añadir y opcionalmente uno o más documentos anexos. 
 














- Recibe  como  parámetro  de  entrada  un  número  de  incidencia 
(generado previamente por  Siebel) y un  campo de  texto  libre  con  la 
información a añadir y opcionalmente uno o más documentos anexos. 
 
- Añade  los  datos  a  la  incidencia  en  Siebel  y  retorna  un  código 
informando del resultado de la operación. 
 





















Cuando  el  empleado  llama  al  contact  center  puede  haber  un 























Se  transmite  transparencia  para  el  usuario,  pues  no  hay  lugar  para  la 


















proyecto  y  explicaremos  las  necesidades  del  mismo.  Hay  cuatro  capítulos 





Se explicarán  los objetivos del proyecto,  las motivaciones para  llevarlo a 












requerimientos  necesarios  para  conseguirlos,  se  plantean  las  posibles 






Un  análisis  funcional es un estudio de  la  situación de  la empresa o del 


































Antes  de  iniciar  este  proyecto,  mis  conocimientos  en  el  lenguaje  de 
programación Java son muy básicos. Por eso veo este proyecto como una forma de 










Personalmente  este  proyecto  será  fructuoso  para mí,  pues  aprenderé  nuevas 
tecnologías, me enfrentaré a retos difíciles, etc. 
1.9 ACRÓNIMOS Y ABREVIACIONES 









Contact Center:  Centro  de  atención  de  llamadas.  Es  un  área 









CRM:  Customer  relationship  management.  Significa 
gestión  de  la  relación  con  el  cliente.  Siebel  es 












HTTP:  HyperText  Transfer  Protocol,  protocolo  de 
transferencia  de  hipertexto.  Es  el  método  más 




Interfaz:  Conexión  entre  2  ordenadores  dando  una 
comunicación a distintos niveles. 
 
JDK:  Java  Development  Kit,  es  un  software  que  provee 






RAM:  Random  Acces  Memory,  significa  memoria  de 




SAU:   Servicio  de  atención  al  usuario,  suele  ser  un 
servicio  de  soporte  telefónico.  En  este 
documento  también  haremos  referencia  al 
término  Contact  Center,  que  es  un  grupo  de 




Siebel:   Es  una  aplicación  CRM  que  actualmente 












los  mensajes  de  correo  electrónico  no 
solicitados,  no  deseados  o  de  remitente  no 
conocido  (correo  anónimo),  habitualmente  de 
tipo publicitario. 
 
Tomcat:   Servidor  web  desarrollado  en  Java,  por  lo  que 





red que permite una extensión de  la  red  local sobre 




WBS:  Work  Breakdown  Structure.  Significa  estructura 
de  descomposición  del  trabajo.  Es  una 
descomposición  jerárquica del  trabajo a  realizar 
por un equipo de proyectos. 
 
XML:  Proviene  de  las  siglas  en  inglés,  eXtensible 
Markup  Languaje.  Lenguaje  de  marcas 



























‐ Coordinador:  Colabora  con  el  jefe  de  proyecto  en  el  estudio  de 
viabilidad  y  la  planificación.  Vincula  cada  parte  del  proyecto 
participando en cada una de ellas. 
 
‐ Analista:  Analiza  la  arquitectura,  metodología,  especificaciones  y 
estándares. Participa en el diseño y validación. 
 







































En  este  capítulo  estudiaremos  si  es  viable  crear  un  interfaz  que  comunique  los 
sistemas Siebel con la intranet del banco. 
2.1 SITUACIÓN INICIAL 
Tras  generar  una  incidencia,  es  habitual  que  un  empleado  desee  consultar  el 
estado  en  el  que  se  encuentra  o  saber  a  qué  grupo  de  trabajo  está  asignada  su 
petición. Para estas consultas o posibles modificaciones han de ponerse en contacto 
con  el  contact  center  de  SAU  vía  telefónica  en  un  horario  determinado.  Como 
sucede con  la mayoría de contact centers, el  tiempo de espera para ser atendido 
depende de  la  franja horaria pero habitualmente  suele  requerir unos minutos de 
espera como mínimo, y en el peor de los casos se termina la llamada mediante una 




muchos  agentes  para  atender  el  volumen  de  llamadas.  Uno  de  los  principales 





qué  peticiones  tiene  abiertas.  Podrá  hacer  búsquedas,  consultas, modificaciones, 
añadir ficheros adjuntos y por último podrá hacer reclamaciones. 
 
Podrá  realizar  todas  estas  operaciones  con  un  solo  clic  de  ratón,  sin  perder 
tiempo de su  trabajo y sin  tener que esperar para ser atendido, además  lo podrá 
hacer a cualquier hora del día e incluso desde casa mediante un acceso VPN. 
 
Todas  estas  ventajas  se  traducen  en  un  ahorro  económico  además  de  la 
satisfacción de mejora que pueda a aportar al cliente. Aproximadamente un 10%1 


















Los  requisitos  funcionales  definen  el  comportamiento  y  funcionalidad  de  la 
aplicación. 
 




 RF2    Consultar  incidencia:  ha  de  permitir  ver  todos  los  datos 















 RF5   La  incidencia  se  asigna  a  un  équido  determinado  según  la 




 RF6  Se  debe  enviar  un  correo  electrónico  de  confirmación  al 














Los  requisitos  no  funcionales  son  las  cualidades  que  debe  tener  una 
aplicación,  hablamos  de  términos  como  rendimiento,  seguridad,  accesibilidad, 
etc. 
   
 RNF1    Rendimiento:  se  han  de  desarrollar  los  procesos 









 RNF3   Seguridad:  El  sistema  tiene  que  ser  robusto  en  cuanto  a 
seguridad ya que estamos tratando con datos maestros de los clientes. 













 RNF6   Mantenibilidad:  Se  debe  garantizar  que  la  aplicación  será 




































  Esencial  Condicional    Opcional 
RF1  X       
RF2  X       
RF3  X       
RF4  X       
RF5    X     
RF6    X     
RF7        X 















  Esencial  Condicional    Opcional 
RNF1  X       
RNF2  X       
RNF3  X       
RNF4  X       
RNF5    X     







qué  concluye  cada  una  de  esas  fases  y  en  qué  fechas    deben  finalizarse  se 
utilizará la herramienta WBS.   
  






































































El  jefe  de  proyecto  supervisará  cada  paso  que  se  vaya  dando  en  el 
proyecto, además de trabajar como analista. 
 
El  analista  será  la persona encargada de  tomar  los  requerimientos  tanto 
funcionales como no funcionales del sistema. 
 

















  Jefe de Proyecto  Analista  Programador
Iniciación  X  X   
Planificación  X     
Análisis    X   
Diseño    X  X 
Desarrollo    X  X 
Control  X     
Implementación    X  X 
Documentación    X  X 






El  proyecto  comenzará  en  Febrero  de  2012  y  concluirá  en mayo  de 




































































































Vamos  a  analizar  una  lista  de  riesgos  a  los  que  nos  podemos  enfrentar 















 Dificultad  para  acceder  a  las  personas  que  deben  facilitar 






 Incumplimiento  de  alguna  norma,  reglamento  o  legislación. 
Repercusiones legales. 
 







más  probabilidad  se  podían  dar  eran  que  la  planificación  fuera  demasiado 
optimista o que aparecieran tareas no previstas inicialmente, debido a la falta 





















































































  Coste/Hora  Horas totales  Coste total 
Jefe de Proyecto  54 € 25  1350 €
Analista  45 € 25  1125 €

















Amortización PC  1200 € 24 meses 4 meses  200 €
Amortización Portátil  1800 € 24 meses 4 meses  300 €




















así  que  supone  un  ahorro  de  4,80  euros  por  empleado  y  día.  En 




















estos  datos  obtenemos  que  a  partir  del  cuarto  mes  la  inversión  queda 
amortizada y comenzamos a tener beneficios. 
2.3.6 CONCLUSIONES 
Después  del  análisis  realizado  sobre  el  desarrollo  de  este  proyecto,  se 
concluye  que  a  nivel  técnico,  operativo  y  económico,  el  proyecto  engloba  los 
























































  La  función  principal  del  departamento  de  contact  center  es  la  de 
gestionar las incidencias que las oficinas puedan encontrarse. Existen dos canales 
para crear una incidencia, el teléfono o el correo electrónico. Vamos a centrarnos 
en  el  canal  correo  electrónico,  que  el  que  vamos  a  sustituir  con  nuestro 
proyecto, por lo tanto es el que nos interesa. 
  Los  empleados  del  banco  tienen  a  su  disposición  un  apartado  en  su 
intranet que sirve para crear  incidencias. No es más que un sencillo  formulario 
donde pueden tipificar el origen de la incidencia y poner algún comentario. Tras 






su  petición  está  siendo  atendida,  ha  sido  rechazada,  ha  sido  trasladada,  etc. 
Tampoco  tiene  a  su  disposición  la  fecha  propuesta  de  resolución  y  otra 
información de interés. 
Por otro  lado, no existe manera que el empleado pueda  tener un  listado de 
sus  incidencias. Las oficinas  tampoco pueden  tener  informes de  las  incidencias 
que generan sus empleados. 
3.2.2 SITUACIÓN ACTUAL 
Actualmente,  tras  completar  todos  los  campos  necesarios,  el  empleado 
confirma el formulario y se envía un correo electrónico al servidor de correo de 
Siebel.  Siebel  tiene  un  componente  que  sabe  tratar  los  correos  recibidos 
(Communications  Inbound Manager) y permite crear un  flujo de  trabajo desde 
que se recibe un correo, aplicar la lógica de negocio correspondiente y así tener 
una incidencia pendiente para el agente al que se le ha asignado. 
La  ventaja  de  esta  forma  de  trabajar  es  que  tiene  un  coste muy  reducido, 
puesto  que  en  pocas  horas  se  puede  parametrizar  Siebel  para  la  correcta 
recepción de los formularios. 



































Envío de correo                Baja fiabilidad 
 
 
             Problemas en la recepción 
Figura 13: Desventajas envío formulario por correo electrónico. 
3.3 SITUACIÓN DESEADA 
Vamos  a  realizar una  interfaz  entre  la  intranet  y  Siebel que  va  a  garantizar  el 
servicio. 















Esta nueva  forma de  transmitir  la  información entre  la  intranet del banco y el 
sistema  Siebel  va  a  reportar  grandes  beneficios  en  cuanto  a  rapidez,  fiabilidad  y 
disponibilidad del servicio. 
Desde  la  intranet se van a hacer peticiones vía http con ficheros XML a nuestro 
servidor  tomcat.  Más  adelante  veremos  cuáles  son  estas  peticiones.  Nuestra 
aplicación Java va a hacer una petición al servidor Siebel. Cuando este le responda, 
va a generar un  fichero XML con  la  información de  la respuesta para ser devuelta 
nuevamente vía http a la intranet del banco. 
Vamos a tener 2 tipos de peticiones, las que requieren acceder a Siebel y las que 
no,  es  decir,  aquellas  peticiones  en  las  que  el  servidor  tomcat  va  a  acceder 
directamente a la base de datos para obtener la información solicitada. Este tipo de 
peticiones  son  las más  sencillas,  puesto  que  no  requieren  de  la  actuación  de  la 
lógica de negocio de Siebel. 
3.4 REQUERIMIENTOS FUNCIONALES 

















Las  incidencias  tienen una  tipología de 5 niveles.  Según  la  tipología de una 





























 Incidencia  B:  Tienen  problemas  haciendo  un  duplicado  de  tarjeta  de 
crédito con un cliente. 
 




Como vemos,  las  tres  incidencias  son muy diferentes. Es obvio que  tendrán 
que  ser  tratadas  por  agentes  especializados  en  cada  tipología.  También  es 
comprensible  que  los  datos  a  cumplimentar  en  cada  uno  de  los  casos  sean 
diferentes,  pues  no  tendría  sentido  pedir  un  número  de  cuenta  del  cliente 
cuando lo único que ha sucedido es que se ha fundido una bombilla en la oficina. 
La lista de campos requerida para cada tipología es definida y actualizada por 
un  agente  supervisor  del  contact  center. Dicho mantenimiento  se  hace  desde 
una pantalla de Siebel a la que sólo tienen acceso los supervisores. 
Así  pues,  cuando  el  empleado  vaya  a  realizar  una  operación  que  requiera 
conocer qué campos se han de cumplimentar, se va a hacer primero una llamada 
a  este  método,  desde  la  intranet  se  va  a  enviar  un  fichero  XML  con  la 
clasificación  seleccionada  por  el  empleado,  se  hará  una  consulta  a  la  base  de 
datos  y  se  devolverá  la  respuesta  en  otro  fichero  XML  con  los  campos  a 
cumplimentar. 
3.4.1.1 DIAGRAMA DE SECUENCIA DE OBTENER_FORMULARIO 













El método  CREAR_INCIDENCIA  va  a  pasar  todos  los  datos  introducidos  por  el 
empleado a una primitiva de Siebel que genera incidencias. 



















de validación  sobre estos  campos variables, ya que  la validación  se hace en  la 
capa de la intranet. 
Una vez creada la incidencia en Siebel, se retorna un fichero XML indicando el 
resultado  de  la  operación,  que  se  espera  sea  exitoso.  En  caso  contrario,  bien 
porque no  se haya podido  crear  la  incidencia o bien porque no  se ha  recibido 
correctamente  el  fichero  adjunto,  se  devuelve  un  código  de  error  indicando 
específicamente qué ha sucedido. Dicho error es  interpretado por  la  intranet y 
muestra al usuario un mensaje por pantalla. 
3.4.2.1 DIAGRAMA DE SECUENCIA DE CREAR_INCIDENCIA 












 Rango  de  fechas:  selecciona  las  incidencias  creadas  entre  dos  fechas 
(ambas incluidas). 
 































































El método  CONSULTAR_INCIDENCIA  accede  a  Siebel  para  recuperar  toda  la 
información de una incidencia. 
Este punto era causante de preocupación para el cliente, puesto que no tenía 
muy  claro qué  información de  la  incidencia desea mostrar. Es por este motivo 
que  se  ha  decidido  hacerlo  dinámico,  es  decir,  desde  Siebel,  un  agente 
administrador  puede  definir  qué  campos  se  van  a  enviar  cuando  desde  la 
intranet  se  haga  una  llamada  al  método  CONSULTAR_INCIDENCIA.  Ademas 
dichos  cambios  se  pueden  hacer  en  caliente,  no  hay  necesidad  de  detener  el 
servicio. 
Aun  así,  pasamos  a  detallar  una  lista  de  los  campos  que  se mostrarán  con 
certeza, pues no son los campos que preocupa al cliente: 
 



































El  empleado  tiene  un  campo  de  texto  libre  y  la  opción  de  anexar  archivos 
adjuntos  a  la  incidencia. Una  vez  confirmados  los  cambios,  Siebel  registra una 
nueva actividad en la incidencia y anexa el texto y los ficheros adjuntos. Si se ha 


















El  método  RECLAMAR_INCIDENCIA  accede  a  Siebel  para  añadir  una 
reclamación. Normalmente  el  empleado  genera  una  reclamación  cuando  cree 
que  la  solución  a  su  petición  se  está  demorando más  de  lo  esperado  o  bien 




 Abierto:  el  empleado  puede  realizar  la  reclamación  siempre  que  lo 
desee. 
 






El empleado  tiene un  campo de  texto  libre para exponer  los motivos de  su 
reclamación y opcionalmente puede anexar archivos adjuntos a  la reclamación. 
Una  vez  confirmados  los  cambios,  Siebel  registra  una  nueva  actividad  de  
reclamación en la incidencia y anexa el texto y los ficheros adjuntos.  
Además,  si  la  incidencia  está  cerrada,  se  reabrirá  siempre  y  cuando  aún  se 
encuentre dentro del plazo permitido y se registrará el suceso de reapertura. Si 










Si  se  ha  añadido  la  información  y  se  han  adjuntado  correctamente  los 

















































 Diseño  técnico de  la  aplicación:  se explica  cómo es  la  información que  se 
recibe y envía para cada método. 
 
 Ejemplos  de  ficheros  XML:  se mostrarán  algunos  ejemplos  para  ver  cómo 
son los ficheros que se envían y reciben para cada uno de los métodos. 
4.1 FUNDAMENTOS TÉCNICOS 


































Entre  todas  sus  ventajas,  podemos  destacar  el  hecho  que  sea 









Por otro  lado,  al escoger  Java,  tienes  a  tu  alcance mucha documentación  y 
librerías que pueden facilitar las tareas de desarrollo. 
 
Otro  motivo  por  el  que  se  ha  escogido  Java,  es  porque  se  integra 







































hacen mucho más  grande  y  con  unas  posibilidades mucho mayores.  Tiene  un 
papel muy  importante en  la actualidad ya que permite  la compatibilidad entre 
sistemas para compartir la información de una manera segura, fiable y fácil. 
Se  compone de etiquetas o  tags  con una estructura  jerárquica en  forma de 
árbol.  Cada  etiqueta  contiene  una  parte  de  la  información  que  se  desea 
transmitir. 
Algunas de sus muchas ventajas son: 














La  estructura  de  los  ficheros  XML  y  sus  etiquetas  son  definidos  a  partir  de 
otros ficheros  llamados XSD. En el siguiente apartado explicaremos brevemente 
que  son estos  ficheros. A continuación podemos ver un ejemplo de un  fichero 

























No  es  parte  de  este  proyecto  alterar  o  diseñar  la  base  de  datos  de  Siebel. 





 S_EVT_ACT:  esta  tabla  está  relacionada  con  la  anterior,  guarda  las 
actividades de cada una de las incidencias. 
 











Sólo hay 1 perfil de usuario en  la aplicación. Es decir, cada empleado  tiene  su 




Como hemos  ido viendo a  lo  largo del documento, hay varios parámetros de  la 
aplicación que presumiblemente van a ser modificados en el futuro o van a requerir 
alternar su valor unos meses al año. Por este motivo se decidió hacer una  lista de 
todos  estos parámetros  y hacer posible que  todos  ellos  sean modificables desde 
Siebel. 
Esta solución es muy cómoda, pues requiere un pequeño esfuerzo al desarrollar 




caliente  y por  lo  tanto  resulta muy  cómodo para el  cliente  ya que no detiene  la 
actividad del servicio durante el cambio.  




















































convertir  el  fichero  en  cuestión  a  Base64  (a  continuación  explicamos  qué  es 
Base64).  De  esta  manera  estamos  transformando  un  fichero  de  cualquier 





un  sistema  propicio  para  usar  en  codificaciones  de  correos  electrónicos  y 






































 Error  E001:  es  el  error más  genérico de  la  aplicación,  ya que puede 
darse con multitud de errores, como por ejemplo cuando el servicio no 
esté  disponible,  bien  por  estar  en  tareas  de  mantenimiento  o 














 Error  E004:  este  error  solamente  aparecería  en  el  caso  que  una 
incidencia fuese eliminada. En Siebel no se eliminan las incidencias, así 
que esto sólo ocurriría si por accidente un usuario Supervisor eliminara 













 Error  E006:  este  error  se  devuelve  cuando  un  usuario  no  tiene 
incidencias en el periodo seleccionado de búsqueda. 
 
Recordemos  que  estos  errores  no  son  mostrados  directamente  al  usuario, 
sino que es el programador de la intranet el que interpreta nuestros errores para 
posteriormente tomar la acción oportuna e informar al usuario. Por ejemplo, no 
tiene  sentido  informar  al  usuario  de  un  error  por  el  hecho  que  no  hayan 




A  continuación veremos detalladamente  los parámetros de entrada y  salida 
para cada uno de los métodos o peticiones nombrados durante este documento. 
4.3.5.1 OBTENER FORMULARIO 
 Parámetros de entrada a la aplicación: 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método a invocar.  Alfanumérico  15  Sí 

















Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método.  Alfanumérico  15  Sí 









Id  Identificador del campo.  Alfanumérico  15  Sí 










requerido  Dice si el campo es obligatorio.  Booleano  N/A  Sí 




























 Parámetros de entrada a la aplicación: 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método a invocar.  Alfanumérico  15  Sí 








id  Identificador del campo.  Alfanumérico  15  Sí 
valor  Valor con el que se ha de informar el campo.  Alfanumérico  2000  Sí 
anexos  Estructura que contiene elementos de tipo “anexo”. 
anexo  Estructura que describe un fichero anexo. Contiene elementos de los siguientes tipos. 
nombre  Nombre del fichero.  Alfanumérico  50  Sí 
descripción  Descripción del contenido del fichero.  Alfanumérico  200  Sí 
contenido  Contenido del fichero codificado en Base64.  Alfanumérico  ‐  Sí 
                 Figura 29: Parámetros de entrada para el método CREAR_INCIDENCIA. 
 Parámetros de salida de la aplicación: 
 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método.  Alfanumérico  15  Sí 
idUsuario  Identificador de usuario.  Alfanumérico  7  Sí 






 Parámetros de entrada a la aplicación: 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método.  Alfanumérico  15  Sí 






numOfi  Número de oficina.  Numérico  5  No 
fecInicio  Fecha de inicio del filtro de búsqueda.  Fecha  10  No 
fecFin  Fecha de fin del filtro de búsqueda.  Fecha  10  No 


















 Parámetros de salida de la aplicación: 
 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método.  Alfanumérico  15  Sí 
idUsuario  Identificador de usuario.  Alfanumérico  7  Sí 
incidencias  Estructura que contiene elementos de tipo “incidencia” 
incidencia  Estructura que define una incidencia. Contiene elementos de los siguientes tipos. 









titulo  Título o descripción de la incidencia.  Alfanumérico  100  Sí 
fecCreacion  Fecha de creación  Fecha  10  Sí 
estado  Estado de la incidencia.  Alfanumérico  7  Sí 








 Parámetros de entrada a la aplicación: 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método a invocar.  Alfanumérico  15  Sí 
idUsuario  Identificador de usuario.  Alfanumérico  7  Sí 
idIncidencia  Identificador de la incidencia.  Alfanumérico  15  Sí 
                 Figura 33: Parámetros de entrada para el método CONSULTAR_INCIDENCIA. 
 
 Parámetros de salida de la aplicación: 
 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método.  Alfanumérico  15  Sí 
idUsuario  Identificador de usuario.  Alfanumérico  7  Sí 
idIncidencia  Identificador de la incidencia.  Alfanumérico  15  Sí 
datos  Estructura que contiene elementos de tipo variable. 











 Parámetros de entrada a la aplicación: 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método a invocar.  Alfanumérico  15  Sí 
idUsuario  Identificador de usuario.  Alfanumérico  7  Sí 
idIncidencia  Identificador de la incidencia.  Alfanumérico  15  Sí 
descripcion  Información para añadir.  Alfanumérico  500  Sí 
anexos  Estructura que contiene elementos de tipo “anexo”. 
anexo  Estructura que describe un fichero anexo. Contiene elementos de los siguientes tipos. 
nombre  Nombre del fichero.  Alfanumérico  50  Sí 
descripción  Descripción del contenido del fichero.  Alfanumérico  200  Sí 
contenido  Contenido del fichero codificado en Base64.  Alfanumérico  ‐  Sí 
                 Figura 35: Parámetros de entrada para el método MODIFICAR_INCIDENCIA. 
 Parámetros de salida de la aplicación: 
 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método.  Alfanumérico  15  Sí 
idUsuario  Identificador de usuario.  Alfanumérico  7  Sí 
idIncidencia  Identificador de la incidencia.  Alfanumérico  15  Sí 
                 Figura 36: Parámetros de salida para el método MODIFICAR _INCIDENCIA. 
4.3.5.6 RECLAMAR INCIDENCIA 





Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método a invocar.  Alfanumérico  15  Sí 
idUsuario  Identificador de usuario.  Alfanumérico  7  Sí 
idIncidencia  Identificador de la incidencia.  Alfanumérico  15  Sí 
descripcion  Texto de la reclamación.  Alfanumérico  500  Sí 
anexos  Estructura que contiene elementos de tipo “anexo”. 
anexo  Estructura que describe un fichero anexo. Contiene elementos de los siguientes tipos. 
nombre  Nombre del fichero.  Alfanumérico  50  Sí 
descripción  Descripción del contenido del fichero.  Alfanumérico  200  Sí 










 Parámetros de salida de la aplicación: 
 
 
Tag XML  Descripción  Formato  Longitud  Obligatorio 
peticion  Nombre del método.  Alfanumérico  15  Sí 
idUsuario  Identificador de usuario.  Alfanumérico  7  Sí 


























En  este  capítulo  vamos  a  ver  las  pruebas  que  se  ha  ido  haciendo  a medida  que 
avanzaba el desarrollo. 
 













 Autentifica:  Sobre  este  método  se  han  realizado  pruebas  no  sólo  para 
garantizar que un empleado solamente puede acceder a sus  incidencias, 
sino  también a  las de  su oficina. Para probar esto he  lanzado peticiones 
con  un  empleado  y  un  número  de  oficina  a  la  que  no  pertenece  dicho 





contenga  un  carácter  reservado  en  direcciones  URL.  Realizando  estas 
pruebas  se  ha  detectado  un  problema  con  un  carácter  reservado  que 








 EscribeXML:  Lo  mismo  sucede  con  la  clase  que  contiene  los  métodos 




 Listar  incidencias:  La  clase  que  contiene  el  método  LISTAR_INCIDENCIA 
ataca directamente a  la base de datos de Siebel, así que  lo que he hecho 









 Adjuntar  fichero:  se  han  hecho  pruebas  con  distintos  ficheros,  tamaños 
formatos, etc. Tras algunos problemas para conseguir anexar  los ficheros 









que  todo  funciona  correctamente.  No  sólo  se  trata  de  ver  que  el  fichero  XML 
obtenido  es  correcto,  sino  que  más  bien  es  una  tarea  de  ver  que  no  se  están  















datos de  la empresa para que monitorizaran  la actividad del  servidor de base de 
datos, del servidor de aplicaciones de Siebel y del servidor donde alojamos nuestro 
proyecto  Java.  Mi  preocupación  estaba  enfocada  en  el  servidor  de  aplicaciones 
Siebel.  
Se comenzó probando con 50 sesiones y se fueron añadiendo de 50 en 50 hasta 
llegar  a  500.  Afortunadamente  los  3  servidores  funcionaron  correctamente  y 
ninguno de ellos llegó a cifras de ocupación de procesador preocupantes.  
Obviamente,  si  en  un  futuro  se  requirieran  más  conexiones,  bien  porque  se 
añaden agentes o empleados, se debería realizar de nuevo pruebas de estrés para 












ciertos  caracteres.  Esto  es,  reemplazar  un  caracter  por  su  código  ASCII  en 







el  carácter # presentaba problemas.  Toda  la parte del  fichero que estuviese  a 
continuación de un carácter # no era enviada.  
Tras  unas  cuantas  pruebas  llegué  a  la  conclusión  que  se  trataba  de  un 
problema  de  carácter  reservado.  Así  que  consulté  en  internet  la  lista  de 
caracteres prohibidos en URL y comprobé que efectivamente el carácter # es un 
carácter reservado en el envío URL.  
En estos casos, y como  se puede ver en  la  tabla anterior,  tan  sólo  se ha de 
















siempre  recibía  el  mismo  error,  permiso  denegado.  Tras  la  frustración  de  no 
saber  que  estaba  pasando,  pedí  ayuda  al  departamento  de  sistemas  de  la 





Me propusieron probar  la aplicación en un  servidor con un entorno de  test 
para  salir  de  dudas.  Así  lo  hice,  y  tras  varios  problemas  de  permisos  con  el 
usuario, y con la ayuda del departamento de sistemas, conseguí que funcionara. 
La conclusión es que no se pueden subir archivos al sistema de Siebel desde 
un PC en  local.  Se ha de hacer desde un  servidor  y  se  le han de  conceder  los 
permisos oportunos. 
6. CONCLUSIÓN 
Para  terminar  este  documento  hare  una  valoración  del  cumplimiento  de  los 


















































Este  proyecto  no  ha  sufrido  variaciones  en  la  planificación  debido  a  que  se 
comenzó  tarde  respecto  a  la  planificación,  y  para  el  cliente  era  indispensable 








Finalmente  se  terminó  con  2  semanas  de  retraso,  pero  el  cliente  dio  su 
conformidad,  pues  gran  parte  de  estas  2  semanas  se  debieron  a  cambios  en  las 
especificaciones  de  última  hora.  Dichos  cambios  surgieron  al  hacer  las  primeras 





Actualmente  se  proporcionan  informes  bajo  demanda,  pero  son  tan  sólo 
extracciones de  la base de datos. La ampliación que propongo sería permitir a  los 
empleados  (o  a  directores  de  zona  o  región)  la  extracción  de  informes  desde  la 


















Se espera que se devuelva un  fichero XML con un  texto  informativo  (opcional) 
referente al mcc que hemos pedido. Después se presenta una estructura con  la 


































































































































































Se  espera  recibir  un  XML  con  una  serie  de  campos  que  nos  proporcionan 








































































Se  espera  recibir  un  XML  con  el  número  de  incidencia  reclamada.  En  caso 
contrario se devolverá un código de error específico para cada caso. 
 
Salida 
<?xml version="1.0" encoding="UTF‐8"?> 
<interfaz> 
  <peticion> RECLAMAR _INCIDENCIA</peticion> 
  <idUsuario>B520505</idUsuario> 
  <idIncidencia>1‐101833171</ idIncidencia > 
</interfaz> 
       Figura 45: Ejemplo ficheros XML entrada/salida para RECLAMAR _INCIDENCIA. 
 
 
 
 
 
 
 
 
 
 
 
 
 
BIBLIOGRAFÍA 
EN PAPEL 
 Guía básica de Siebel proporcionada por el fabricante del CRM. 
Bookshelf Siebel 7.8 
 
 “Curso de Java”.  Darwin, Ian F. (Editorial Anaya) 2005. 
Interfaz Siebel – Intranet    David Pérez Ruiz 
Universitat Autònoma de Barcelona                                                                                                                    Página 75 de 76 
 
ONLINE 
 Curso Java orientado a web. 
Eduardo. Última visita, 24 de Agosto de 2012. 
www.edu4java.com/servlet.html 
 Codificación de caracteres en url. 
Grupo Caraytech. Última visita, 13 de Agosto de 2012. 
http://www.e‐planning.net/es/soporte/codificacion_caracteres_en_url.html 
 
 Acrónimos y abreviaciones. 
Wikipedia. Última visita, 24 de Agosto de 2012. 
http://es.wikipedia.org 
 
 Tutorial XML. 
DesarrolloWeb. Última visita, 24 de Agosto de 2012. 
http://www.desarrolloweb.com/manuales/manual‐introduccion‐xml.html 
 
 Tutorial instalación y configuración Tomcat. 
Programación. Última visita, 24 de Agosto de 2012. 
http://www.programacion.com/articulo/tomcat__introduccion_134 
 
 
 
 
 
 
 
 
 
TABLA DE FIGURAS 
Figura 1: Servidor Siebel ‐ Tomcat .................................................................................... 7 
Figura 2: Prioridad requisitos funcionales ...................................................................... 22 
Figura 3: Prioridad requisitos no funcionales ................................................................. 23 
Figura 4: Características servidor ................................................................................... 24 
Figura 5: Características PC. ........................................................................................... 25 
Figura 6: Fases de actuación por perfil. .......................................................................... 26 
Figura 7: Tareas a desarrollar. ........................................................................................ 27 
Figura 8: Diagrama de Gantt .......................................................................................... 28 
Interfaz Siebel – Intranet    David Pérez Ruiz 
Universitat Autònoma de Barcelona                                                                                                                    Página 76 de 76 
 
Figura 9: Catalogación de riesgos ................................................................................... 30 
Figura 10: Plan de contingencia...................................................................................... 31 
Figura 11: Coste y dedicación de los recursos humanos. ............................................... 31 
Figura 12: Coste de los recursos materiales ................................................................... 32 
Figura 13: Desventajas envío formulario por correo electrónico. ................................. 36 
Figura 14: Conexiones Interfaz. ...................................................................................... 37 
Figura 15: Métodos llamados desde la intranet. ............................................................ 38 
Figura 16: Diagrama del método OBTENER_FORMULARIO. .......................................... 39 
Figura 17: Diagrama del método CREAR_INCIDENCIA. .................................................. 41 
Figura 18: Diagrama del método LISTAR_INCIDENCIA. .................................................. 43 
Figura 19: Diagrama del método CONSULTAR_INCIDENCIA. ......................................... 44 
Figura 20: Diagrama del método MODIFICAR _INCIDENCIA. ......................................... 45 
Figura 21: Diagrama del método RECLAMAR _INCIDENCIA. .......................................... 46 
Figura 22: Relación entre las tecnologías usadas. .......................................................... 47 
Figura 23: Ejemplo de fichero XML. ................................................................................ 50 
Figura 24: Ejemplo de fichero XSD. ................................................................................ 51 
Figura 25: Descripciones breves de los métodos. .......................................................... 53 
Figura 26: Códigos de error de la aplicación. ................................................................. 55 
Figura 27: Parámetros de entrada para el método OBTENER_FORMULARIO. .............. 56 
Figura 28: Parámetros de salida para el método OBTENER_FORMULARIO. ................. 57 
Figura 29: Parámetros de entrada para el método CREAR_INCIDENCIA. ...................... 58 
Figura 30: Parámetros de salida para el método CREAR_INCIDENCIA. ......................... 58 
Figura 31: Parámetros de entrada para el método LISTAR_INCIDENCIA. ...................... 59 
Figura 32: Parámetros de salida para el método LISTAR_INCIDENCIA. ......................... 60 
Figura 33: Parámetros de entrada para el método CONSULTAR_INCIDENCIA. ............. 60 
Figura 34: Parámetros de salida para el método CONSULTAR_INCIDENCIA. ................ 61 
Figura 35: Parámetros de entrada para el método MODIFICAR_INCIDENCIA. .............. 61 
Figura 36: Parámetros de salida para el método MODIFICAR _INCIDENCIA. ................ 61 
Figura 37: Parámetros de entrada para el método RECLAMAR_INCIDENCIA. ............... 62 
Figura 38: Parámetros de salida para el método RECLAMAR _INCIDENCIA. ................. 62 
Figura 39: Caracteres codificados en direcciones URL. .................................................. 66 
Figura 40: : Ejemplo ficheros XML entrada/salida para OBTENER_FORMULARIO. ....... 70 
Figura 41: Ejemplo ficheros XML entrada/salida para CREAR_INCIDENCIA. ................. 71 
Figura 42: Ejemplo ficheros XML entrada/salida para LISTAR_INCIDENCIAS. ............... 72 
Figura 43: Ejemplo ficheros XML entrada/salida para CONSULTAR_INCIDENCIA. ........ 73 
Figura 44: Ejemplo ficheros XML entrada/salida para MODIFICAR_INCIDENCIA. ......... 73 
Figura 45: Ejemplo ficheros XML entrada/salida para RECLAMAR _INCIDENCIA. ......... 74 
 
