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1．論文の構成 
 本稿の構成は、以下の通りである。 
 
はじめに 
第 1編 アメリカ合衆国における犯罪捜査目的での電子的監視 
 第 1章 合衆国憲法第 4修正の制定経緯とその発展 
 第 2章 犯罪捜査目的での電子的監視と第 4修正 
 第 3章 Wiretap Actの概要 
 第 4章 まとめ 
第 2編 アメリカ合衆国における対外諜報目的での電子的監視 
 第 1章 対外諜報活動監視法（FISA）制定以前の国家安全保障目的での電子的監視 
 第 2章 FISAの概要 
 第 3章 対外諜報活動監視法改正法（FAA）制定までの経緯 
 第 4章 FAAの概要 
 第 5章 まとめ 
第 3編 アメリカ合衆国における犯罪捜査と対外諜報の競合の問題 
 第 1章 犯罪捜査と FISA の関係 
 第 2章 犯罪捜査と FAA の関係 
 第 3章 「特別の必要性の法理（special needs doctrine）」からの検討 
 第 4章 まとめ 
第 4編 我が国における通信傍受法と対外諜報目的での電子的監視法制定の可能性 
 第 1章 通信傍受法施行までの通信傍受 
 第 2章 通信傍受法の概要 
 第 3章 我が国における情報収集及び監視活動に関する裁判例  
 第 4章 対外諜報目的での電子的監視（通信傍受）法制定の可能性 
 第 5章 まとめ 
結びに代えて 
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2．本稿の要約 
 
はじめに 
 近時、我が国では、暴力団などによる暴力犯罪及び資金獲得などを目的とする犯罪が多
数敢行されており、これらの犯罪組織の全容を解明し、これを壊滅させる必要は極めて高
い。他方で、我が国を取り巻く世界情勢もますます混乱の様相を呈してきている。世界で
は無差別テロなどが相次いでおり、我が国も外国テロ組織等への対策は急務である。加え
て、我が国を取り巻く国家間の情勢も予断を許さない局面が多数存在している。 
 組織犯罪に対抗するため、また、外国の脅威から自国の存立と社会の安全を確保するた
めにはあらゆる面での情報収集が不可欠である。他方、このような情報収集方策の拡充と
同時に、個人のプライヴァシー保護との調和をいかに図るかが喫緊の課題となっている。 
 以上のような、組織犯罪対策及び外敵からの脅威に対処するための情報収集活動には、
電子的監視が有効な一手段となる。我が国では、平成 11年に「犯罪捜査のための通信傍
受法（以下、通信傍受法という）」が制定・運用され、平成 26年には改正が行われたが、
依然として改善すべき余地が残されている。また、国家安全保障のための対外諜報目的で
の電子的監視については、未だ議論がなされず、法制定には至っていない。 
 これに対して、アメリカ合衆国では、犯罪捜査目的での電子的監視法に加えて、外国政
府や外国テロ組織等に対する諜報活動（対外諜報）を目的とする国家安全保障のための電
子的監視法制が整えられており、テロ対策などで威力を発揮している。アメリカ合衆国で
は、電子的監視に関して、古くから合衆国最高裁判所による判断をはじめ、多くの議論が
積み重ねられて法制度が創設・運用されてきた。アメリカ合衆国では、このような電子的
監視については、「不合理な捜索・押収」を禁じ、個人のプライヴァシーを保護する合衆
国憲法第 4修正との関係が問われることがある。そして、我が国の捜索・押収を規律する
憲法規定である 35条は戦後、この第 4修正を継受したものである。したがって、電子的
監視に関する、アメリカ合衆国における議論状況を参照することは、我が国における電子
的監視の検討を行う際に大きな意義がある。そこで本稿では、このアメリカ合衆国におけ
る犯罪捜査目的及び対外諜報目的での電子的監視につき包括的に検討を行い、最終的に我
が国における電子的監視の法制度整備のための若干の提言を行うことを目指した。 
 
第 1編 アメリカ合衆国における犯罪捜査目的での電子的監視 
 第 1編では、アメリカ合衆国における犯罪捜査目的での電子的監視について、まず、不
合理な捜索・押収を禁じる合衆国憲法第 4修正の制定経緯とその発展について概観し、犯
罪捜査目的での電子的監視と第 4修正の関係につき検討を加えた。その上で、現行の電子
的監視（通信傍受）を規律する連邦法であるWiretap Actにつき紹介・検討を加えた。 
 アメリカ合衆国では、イギリス植民地時代に、イギリス政府による関税徴収を主たる目
的とする一般令状たる臨検令状による一般探索的な捜索・押収が行われた。このように、
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一般探索的で不合理な捜索・押収を経験したアメリカ合衆国は独立後、国家による捜索・
押収を制限するために権利章典の一部として第 4修正を起草した。そして、現在のこの第
4修正法理についてみると、合衆国最高裁判所の判例により、第 4修正は、例外はあるも
のの、原則として、捜索・押収に先立ち、裁判官による令状を入手することを求めている
ことが明らかとなった。そこで、この第 4修正の規律対象に犯罪捜査目的での電子的監視
（通信傍受）も含まれるかが次に問われることとなる。 
 この点について、当初、合衆国最高裁判所は、第 4修正上の捜索・押収があったといえ
るためには、物理的侵入があり、有体物が押収されていなくてはならないと解し、通信傍
受は第 4修正上の捜索に当たらないとされていた。しかし、このような考え方は次第に崩
壊していき、その後、変更されることとなった。そして、このような一連の合衆国最高裁
判所による判断後、犯罪捜査目的での電子的監視を規律する TitleⅢが制定された。 
 本稿では、TitleⅢ及びその後の改正法をWiretap Actとして紹介・検討を行った。
Wiretap Actの対象犯罪は相当に広いが、特に薬物関連犯罪に対する傍受の割合が多く、
通信傍受という捜査手法が組織犯罪対策に有効なツールとして利用されていることがうか
がえる。また、Wiretap Actは厳格な傍受要件と恣意的な運用に対する保護策が規定され
ており、同法には科学技術面での多少の批判・指摘があるが、犯罪捜査目的での電子的監
視に対して厳格な手続・基準を設定し、これを規律していると評価できるとの結論を得
た。 
 第 1編では、アメリカ合衆国における犯罪捜査目的での電子的監視について検討した結
果、現在ではWiretap Actにより厳格な要件でこれが実施されていることが判明した。そ
して、次の課題となるのが、アメリカ合衆国における諜報・国家安全保障目的での電子的
監視、とりわけ、外国政府や外国テロ組織等に対する対外諜報目的での電子的監視であ
る。 
 
第 2編 アメリカ合衆国における対外諜報目的での電子的監視 
 第 2編では、アメリカ合衆国における対外諜報目的での電子的監視を規律する対外諜報
活動監視法（FISA）とその改正法である対外諜報活動監視法改正法（FAA）制定以前の国
家安全保障目的での電子的監視について概観し、その後、FISAの紹介・検討及び FAAの
制定経緯並びに同法の紹介・検討を加えた。 
 FISA制定以前は、対外諜報を含む国家安全保障目的での電子的監視は大統領権限の行
使の一部として解され、裁判所による監督や議会が制定した法律によらずに行われていた
といわれる。しかし、その後、政府機関による監視権限一般の濫用がなされていることが
上院創設のチャーチ委員会による報告により明らかとなった。また、これと同時期に合衆
国内の国内テロ集団に対する事前の裁判官による承認なくなされた通信傍受の是非が合衆
国最高裁判所において争われた。このように、政府による監視権限の濫用が明らかとなっ
たこと、さらに、合衆国最高裁判所により、諜報情報の収集ルールは法執行上のルールと
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は異なることがあると示唆されたことから、合衆国議会は政治的に中立な監視を実施すべ
く FISAを制定した。 
 FISAは合衆国内の外国勢力または外国勢力のエージェントである「相当な理由」があ
る者（団体）に対する合衆国内での監視を規律しているが、その相当な理由の内容及び現
在の監視の目的要件からすれば、理論上、緩やかな要件で刑事訴追を目的とした監視を実
施可能な余地がありこの点が大きな問題点の一つである。また、監視を承認する対外諜報
活動監視裁判所（FISC）や関連規定・制度についてもその実効性に関して批判等がある
が、これらの批判は必ずしも的確なものと断言することはできないと思われるものもあ
る。FISAによる監視はWiretap Actによる監視や犯罪捜査よりも緩やかな要件で監視が
規律されることがあるといえるが、合衆国外に所在する者に対する監視を規律する FAA
が次なる検討課題となる。 
 FAAの制定経緯は、一定の場合にアル・カーイダのメンバー等が当事者である通信の傍
受を認めていた監視プログラムまで遡るが、合衆国議会は、当該プログラムの終了後、合
衆国外に所在すると合理的に思料される個人に対する監視を認める米国保護法（PAA）を
時限立法し、その後 FAAが制定された。 
 FAAは FISAの改正法であり、合衆国外に所在する外国人と合衆国人で監視類型を分け
て規定している。この点、アメリカ合衆国において問題とされる多くの類型は、前者の合
衆国外に所在する外国人に関する監視（第 1881a条）についてである。この類型の監視は
特に非常に緩やかな要件で実施されるため、付随的に合衆国人を監視対象とすることに対
する懸念が呈されてきている。とはいえ、本稿での検討の結果、FAAは全体として、科学
技術的な背景、発展を念頭に入れ、監視類型と監視要件をうまく整理したものと評価する
ことが妥当であろうとの結論を得た。また、第 1881a条については差止め等が合衆国最高
裁判所まで争われたが、合衆国最高裁判所は原告らに原告適格を否定して訴えを退けてい
る。 
 FISAと FAAは第 1編で扱ったWiretap Actとは本来的に目的と性質が異なっており、
比較的緩やかな要件で電子的監視を実施することが可能である。しかしながら、犯罪捜査
目的（刑事訴追目的）での電子的監視や通常の犯罪捜査と対外諜報目的での電子的監視
は、例えばテロ（犯罪）や破壊活動、スパイ活動などで目的が競合することがある。この
場合はいかなる要件で監視を行うべきかが問われることになり、この点が次に検討すべき
課題となる。 
 
第 3編 アメリカ合衆国における犯罪捜査と対外諜報の競合の問題 
 第 3編では、犯罪捜査と FISA及び FAAの関係について検討を加え、最後に第 4修正
の令状要件の例外として合衆国最高裁判所により認められている「特別の必要性の法理
（special needs doctrine）」との関係について検討を加えた。 
 まず、FISAにおける「相当な理由」要件と「監視の目的」要件に着目して検討を加え
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ると、FISAの「相当な理由」要件は、一定の場合、犯罪捜査にいう「相当な理由」とは
異なることがあり、そこで設定される基準が低いことがある。また、「監視の目的」要件
についても、現在では、対外諜報が「重要な目的の一つ（a significant purpose）」であれ
ば監視が認められるため、理論上、犯罪捜査（刑事訴追）を主要な目的とすることが可能
な余地がある。したがって、FISAでは両要件の下、相当に緩やかな基準で刑事訴追を主
要な目的とした監視が認められ得るため、この点についての是非が問われる。そこで、
「監視の目的」要件に関する判例と合衆国議会における議論などをさらに参照して検討を
加えた結果、対外諜報と犯罪捜査は切り離せない側面があることは事実であり、少なくと
も、現在進行中の対外諜報に関する犯罪であれば、FISAを刑事訴追目的で利用すること
が認められると思われるとの結論を得た。 
 FAAに関しては、アメリカ合衆国では、特に合衆国外に所在する外国人に対する監視で
付随的に収集される合衆国人の情報の捜査利用についての懸念がある。この点、近時では
合衆国人に対する照会（query）手続が導入され、一定の国家安全保障とは関係のない犯
罪捜査について合衆国人の情報を照会した結果を確認するためには、別途裁判所による命
令が必要となった。とはいえ、この規定が適用されない場合についても検討した結果、対
外諜報と犯罪捜査は密接不可分な面があることをここでも確認し、FISAにおける検討と
同様に、少なくとも、現在進行中の対外諜報上の犯罪捜査であれば、無令状（命令）によ
る収集された情報の利用・照会が認められると解すべきとの結論を得た。 
 さらに、第 4修正の令状要件の例外である「特別の必要性の法理（special needs 
doctrine）」について、合衆国最高裁判所の判例に目を向けると、同法理は、政府の主要な
目的が通常の法執行ではない場合にこれまでその適用が認められてきたということが可能
であると思われる。アメリカ合衆国では、現行の FISAへの特別の必要性の法理の適用の
肯定説と否定説があるが、特別の必要性の法理の適用が認められるのは、合衆国最高裁判
所の判例法理上は、政府の主要な目的が通常の法執行としていない場合であることを前提
とすれば、FISAによる監視において、その監視の主要な目的を刑事訴追とした場合に
は、合衆国最高裁判所の判例法理上は、特別の必要性の法理の適用を全面的に認めること
は難しいと思われる。また、FAAとの関係では、合衆国外に所在する外国人の捕捉（第
1881a条）が特に問題となる。この点、合衆国外に所在する外国人への第 4修正の適否は
そもそも不明確であり、第 1881a条そのものによる監視に特別の必要性の法理が認められ
るかは FISA以上に不明確である。そして、第 1881a条による監視で付随的になされる合
衆国人の情報の取得に特別の必要性の法理が適用されるかも明確ではない。とはいえ、少
なくとも、仮に第 1881a 条を利用して専ら合衆国人を監視対象とする、あるいは刑事訴
追目的で合衆国人の通信を監視対象とすれば、これらはそもそも違法な監視である。さら
に、特に刑事訴追を主要な目的としている以上は、合衆国最高裁判所の判例法理上、特別
の必要性の法理は認めることは難しいということになろう。 
 第 3編では、第 1編、第 2編を基にして、アメリカ合衆国における犯罪捜査と対外諜報
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が競合する場面を扱い、アメリカ合衆国における議論や裁判所による判断などを基に一定
の分析を行った。他方で我が国では、犯罪捜査を目的とする通信傍受法が施行されている
が、対外諜報目的での電子的監視についてはほとんど議論がなされていない。そこで、次
編では、我が国における通信傍受法と対外諜報目的での電子的監視法制定の可能性につい
て検討を加える。 
 
第 4編 我が国における通信傍受法と対外諜報目的での電子的監視法制定の可能性 
 第 4編では、通信傍受法制定まではいかなる根拠で通信傍受が認められてきたのかを確
認するために一連の電話傍受に関する裁判例を概観した後、現行の通信傍受法について紹
介・検討した。そして、対外諜報目的での電子的監視法制定の可能性につき検討する前提
として、国内での情報収集・監視活動について争われた裁判例について概観し、対外諜報
目的での電子的監視法制定の可能性につき検討し、我が国における制度の若干の提言を試
みた。 
 我が国において、通信傍受法の施行までに下された、一連の電話傍受の裁判例をみる
と、そこでは、一貫して検証令状による電話傍受の適法性が認められてきた。この電話傍
受は、刑事訴訟上は捜索・押収ではなく、検証であるが、憲法 35条は捜索・押収に当た
る。 
 そして、現行の通信傍受法に目を向けると、通信傍受法の対象犯罪は近時拡大された
が、そこでは依然として、例えば、サリン関連の罪などテロ関連犯罪は傍受対象とされて
いない。とはいえ、これらの重大なテロ関連犯罪が通信傍受法で対象犯罪として規定され
ていないとして、それらの犯罪に対する傍受が一切できないことになるのかは検討の余地
がある。先にみたように、最高裁判所は検証令状による通信傍受を認めている。そうする
と、現在、対象犯罪とされているよりも、さらに社会一般に危険で重大な結果をもたらす
犯罪を対象として、検証令状により適切な条件の下で通信傍受を実施することができる余
地は尚も存在すると思われる。確かに、この場合に行われた通信傍受は通信傍受法違反に
はなるが、憲法 35条違反とはならない。何らかのテロなどの重大な犯罪が差し迫ってお
り、これを傍受すれば重大な結果・被害が未然に防げるという場合に、適切な条件を付し
た検証令状による通信傍受を行う余地は最高裁判所の判例上、認められるべきであると思
われる。いずれにせよ、我が国の通信傍受法は厳格かつ公正な手続の下で通信傍受が行わ
れるように各規定が設けられており、近時、対象犯罪が拡大され、傍受の一定の効率化・
合理化が進められた現在、今後の動向が期待・注目される。他方、我が国では対外諜報目
的での電子的監視については規定されておらず、この点が次の課題となる。 
 そこで、対外諜報目的での電子的監視法制定の可能性を検討する前提として、電子的監
視ではないが、近時、我が国における警察及び自衛隊による国内での情報収集及び監視が
問題となった裁判例につき目を向けると、我が国においても犯罪捜査目的ではなく、公安
目的・情報収集目的での政府による活動実態があることが明らかとなった。このような活
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動は、我が国の安全保障や国防にとって不可欠であることは間違いないが、これを無条
件・無制限に認めることになると個人の自由やプライヴァシーに対する不当な侵害が生じ
る懸念がある。特に電子的監視による情報収集は不知の間に直接的に当事者の会話内容を
捕捉するため、濫用が生じれば、プライヴァシーに対する侵害の程度はさらに強いものと
なる。したがって、このような電子的監視については、より中立的な制度を慎重に設けて
実施するべきであろう。 
 そして、対外諜報目的での電子的監視法制定の可能性につき検討を加えるために、ま
ず、犯罪捜査目的ではない対外諜報目的での電子的監視に憲法 35条の適用があるか着目
した。我が国ではこの点についての議論はないが、行政手続と憲法 35条に関する判例や
学説を参考として検討を加えた結果、憲法 35条は本来的に犯罪捜査を規律するものでは
あるが、行政手続にも適用があり、ただ、行政手続では、その目的等に照らして、犯罪捜
査とは求められる要件が異なることがあると最高裁判所は認めていると考えられ、国家安
全保障が関係する対外諜報目的での電子的監視ではこのような考え方が尚更当てはまると
の結論を得た。その上で、憲法 35条の法意に沿った対外諜報目的での電子的監視の明確
なルールを定め、周到な立法を行うべきであるとし、FISAも参考に考えられる制度の概
観を提供した。まず、監視の対象についてであるが、憲法 35条上は正当な理由があり、
捜索・押収対象を明示・特定した令状によれば、監視の要件としては、必ずしも犯罪の実
行は絶対的な要件として求められない。したがって、その内容については慎重に熟慮する
必要があるが、FISAのように外国勢力または外国勢力のエージェントといった必ずしも
犯罪性を伴わない実体要件を設定することも可能であろう。また、監視の申請者、申請内
容等についても FISAの規定が参考になる。しかし、これらの申請を審査する機関が問題
となる。本来であれば、裁判所の裁判官による審査が望ましいとも思えるが、対外諜報と
いう性質上、セキュリティ上の懸念等から通常の裁判所の裁判官による審査に付すことは
実際上は難しい。この点 FISAでは秘密裁判所である FISCを設けているが、我が国は憲
法 76条 2項が特別裁判所の設置を禁止しているため、このような裁判所を設けることは
不可能である。ここから、行政機関以外の第三者審査機関を設け、一定の資格を有する弁
護士などの法曹が政府の申請の審査を行うことが考えられる。確かにこのような制度では
裁判官による令状要件を設けることはできないが、国家安全保障を目的とする対外諜報の
領域では、犯罪捜査において憲法 35条により求められる要件が異なることが認められる
ため、裁判官による令状要件をそのまま適用できないとしても違憲とはならないと思われ
る。審査機関の判断内容等も FISAの規定が参考になる。加えて、我が国においても、対
外諜報目的での電子的監視と犯罪捜査の目的が競合する場合が観念し得る。この点につい
て、まず、収集された情報が対外諜報に関する情報であると同時に何らかの犯罪の証拠で
ある場合に、これらの証拠を後の刑事訴追で利用することが許されるのであろうか。これ
についてみると、対外諜報において、犯罪捜査よりも緩やかな要件の下で得られた情報を
無条件に取り扱うことを許せば、従来からの犯罪捜査のルールが無意味になりかねない。
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したがって、我が国においては、対外諜報が監視の「重要な目的の一つ（a significant 
purpose）」であれば監視を認める現行の FISAとは異なり、監視の「主要な目的」が対
外諜報である場合にのみ監視を認めるべきであろう。さらに、対外諜報中に何らかの犯罪
を発見した場合にも、通信傍受法における現認性の例外の考え方を適用して、証拠を押収
できるが、押収できる犯罪の証拠の範囲を予め法定することもでき、一定の重大な犯罪に
限定するという方策も考えられよう。 
 第 4編では、我が国における通信傍受法と対外諜報目的での電子的監視法制定の可能性
につき検討した。我が国においては対外諜報目的での電子的監視法制定の議論は乏しいた
め、今後、通信傍受法や犯罪捜査との関係も含めた活発な研究が望まれる。 
 
結びに代えて 
 本稿では、アメリカ合衆国における犯罪捜査目的及び対外諜報目的での電子的監視につ
いて検討を加え、我が国における電子的監視法制への若干の提言を行った。アメリカ合衆
国では、犯罪捜査目的においても、また国家安全保障のための対外諜報目的においても、
個人のプライヴァシー等に対する不当な侵害を防ぎつつ、効果的な電子的監視を行う方策
を模索し、法律を制定してきている。そしてこの点については、裁判所の判断や合衆国議
会における議論・検討の蓄積があり、学術的にも多くの先行研究がある。 
 一方、我が国においては、ようやく通信傍受法の対象犯罪の拡大や厳格であった手続の
一定の効率化・合理化が図られるという段階に達したところである。我が国も外国テロ組
織による攻撃対象とされる可能性があり、さらには、先進国の中で国際テロ組織の活動の
抜け穴国とならないためにも、各種対策を真剣に検討しなければならない時代に入ってい
る。今後はさらにアメリカ合衆国以外の諸外国の制度も参照して、我が国にとってふさわ
しい制度を検討していく必要があり、加えて、関連する捜査手法についても包括的な研究
を行うことで、安全・安心な社会の維持と個人のプライヴァシーの保障とのバランスの取
れた法制度のあり方を模索していきたいと考える。 
 
