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Aquest projecte s’emmarca dintre de l’àmbit de la configuració i programació 
d’un terminal de punt de venta (TPV) pel pagament a través de la tecnologia 
de contactless RFID i NFC. 
 
L’objectiu principal del projecte és implantar el TPV a ESADE per poder 
realitzar el pagament de menús o altres imports a través de les targetes 
corporatives o de dispositius mòbil Android.  
 
Per poder aconseguir aquest objectiu, s’ha triat un TPV que compleixi els 
requisits necessaris per la implementació a ESADE i s’ha desenvolupat una 
aplicació per poder dur a terme els pagaments. 
 
S’ha utilitzat la tecnologia RFID per poder identificar les targetes corporatives 
d’ESADE i s’ha desenvolupat una aplicació Android que, mitjançant l’emulació 
de tags NFC, permet identificar als usuaris a través dels dispositius mòbils 
Android.  
 
Per dur a terme la connexió a la base de dades s’ha utilitzat els serveis web 
SOA que, mitjançant unes crides a través de l’aplicació, realitzaran les accions 
corresponents per enregistrar els pagaments a la base de dades correctament. 
 
Finalment, s’ha pogut comprovar el correcte funcionament del nostre projecte 
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This project falls within the scope of the configuration and programming of a 
Point of Sale (PoS) for the payment by using the contactless technology RFID 
and NFC. 
 
The main objective is to implement the PoS in ESADE to perform the payment 
of menus or any other amount using ESADE's corporate cards or Android 
mobile devices. 
 
To achieve this goal we chose a PoS that meets the requirements specified by 
ESADE in which we have designed and developed an application to carry out 
the payments. 
 
We used the RFID technology to identify ESADE's corporate cards and also 
developed an Android application that, by emulating NFC tags, allows to 
identify clients who use Android mobile devices. 
 
To connect to the database we used the SOA web services that, consuming 
this services through the application, will perform the actions needed to record 
each payment in the database. 
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1. INTRODUCCIÓ 
1.1 Motivació  
 
Un dels principals interessos que teníem a l’hora de trobar un tema era 
involucrar-nos en un projecte en el que poguéssim entrar en contacte amb les 
targetes intel·ligents RFID, interacció amb dispositius mòbils i la integració en 
una arquitectura real en funcionament. En aquell moment estàvem fent 
pràctiques a ESADE i quan els hi vam explicar la nostra situació van dipositar 
confiança en nosaltres i ens van proposar col·laborar amb ells per participar en 
la implantació dels nous terminals TPV en els restaurants de l’edifici. Poder 
viure des de primera persona com es porta a terme un projecte en una 
empresa, des de el principi, tant la part de disseny, programació, configuració i 
implantació del terminal, era el que buscàvem. 
 
També teníem la oportunitat d’aprendre el funcionament de les targetes RFID, 
consolidar un llenguatge de programació i gestionar la implantació d’un servei 
com aquest en una infraestructura com la d’ESADE. 
 
A més, no ens tancàvem portes a l’hora de plantejar-nos ampliacions com la 
interacció de dispositius mòbils amb NFC. 
 
 
1.2 Objectius del TFG 
 
Un cop tenim decidit l’objectiu principal i general d’implantar un terminal TPV 
per dur a terme el pagament amb targetes moneder utilitzant les targetes 
corporatives d’ESADE i dispositius mòbils amb NFC per identificar als usuaris, 
l’hem desgranat al màxim per poder-lo estructurar en objectius més concrets i 
definits que puguin marcar el seguiment d’aquest projecte: 
 
- Trobar un terminal obert que ens proporcioni els requisits necessaris per 
poder-lo utilitzar com a terminal de pagament. 
- Desenvolupar una aplicació en el sistema operatiu del terminal, Windows 
Mobile, utilitzant el llenguatge de programació C#.  
- Integrar un mecanisme de lector de targetes RFID dintre de la nostra 
aplicació per poder identificar les targetes utilitzades a ESADE. 
- Identificar usuaris mitjançant l’emulació de targetes NFC en dispositius 
mòbils Android. 
- Millorar el mecanisme de lector de targetes RFID per tal que permeti, 
també, identificar les targetes emulades amb Android. 
- Dissenyar i estructurar taules en una base de dades que permetin l’ús 
d’identificació de les targetes i la gestió dels pagaments. 
- Integrar l’aplicació a l’estructura d’ESADE mitjançant serveis SOA. 
 
  
2. DETALLS DEL TERMINAL 
 
Un cop s’han decidit i marcat els objectius necessitem un terminal que 
compleixi tots els requisits per a realitzar el projecte i ens permeti, finalment, 
poder fer pagaments. 
 
 
2.1 Funcionalitats genèriques 
 
El primer pas ha estat analitzar les necessitats que es volen cobrir amb aquest 
projecte i s’ha fet una llista dels requisits que haurà de complir el terminal 
escollit. 
 
El criteris que s’han tingut en compte són 8: 
 
1. Suportar la tecnologia RFID i MIFARE. 
2. Tenir connexió Wi-Fi. 
3. Llenguatge de programació obert. Principalment Android, Windows o 
Linux. 
4. Impressora tèrmica. 
5. Disseny i mida. 





2.2 Detalls tècnics del terminal 
 
Explicarem de manera més extensa, el per què dels criteris que hem esmentat 
en l’apartat anterior. 
 
Els cinc primers criteris són requisits fonamentals per al funcionament del 
terminal dintre de l’empresa on volem implementar el projecte. 
 
Criteri 1: La necessitat de suportar la tecnologia MIFARE (tecnologia de 
targetes intel·ligents sense contacte, més detalls a la secció 4) i RFID s’ha 
tingut en compte perquè les targetes amb les que treballarem funcionen 
utilitzant aquesta tecnologia, per tant aquest criteri és fonamental per a poder 
ser compatibles amb el sistema ja establert. 
 
Criteri 2: Per poder integrar l’aplicació a l’estructura d’ESADE necessitarem 
connectar-nos a la seva xarxa. Això es farà mitjançant connexió Wi-Fi. 
 
Criteri 3: El llenguatge de programació obert era necessari per poder dur a 
terme el nostre projecte sense la necessitat de llicencies o cursos de 
llenguatges propis d’altres empreses, necessitàvem que no fos un llenguatge 
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propi de cada terminal o d’una empresa en particular, ja que el principal 
propòsit del projecte és la programació del terminal de pagament sense la 
necessitat d’una formació prèvia. Els llenguatges que s’han tingut en compte 
han estat Windows Mobile, Android y Linux. 
 
Criteri 4: Impressora tèrmica, ho vam tenir en compte ja que, al ser utilitzat com 
a terminal de pagament a un restaurant, necessitarem imprimir el justificant del 
pagament de la compra per així poder-lo mostrar a l’hora de recollir el producte. 
 
Criteri 5: El disseny i la mida eren necessaris pel correcte funcionament que se 
li donarà. Ha de ser d’una mida que ens permeti poder-lo moure de lloc sense 
problemes i amb una pantalla que es pugui veure correctament. També volíem 
en el disseny que tant el terminal com la impressora estiguessin en el mateix 
terminal i no per separat. 
 
Criteri 6: Suportar la tecnologia NFC per poder fer lectures de tags NFC, ja que 
una ampliació del projecte consisteix en poder fer el pagament mitjançant tags 
NFC, és per aquest motiu que necessitem un terminal que tingui un lector NFC. 
Principalment els pagaments per NFC es faran amb dispositius mòbils Android 
com Samsung, Nexus o Sony, que són els que permeten emular els tags. És 
una tecnologia que està avançant molt en el sector de pagaments i creiem que 
pot influir de manera positiva en la nostra formació, en l’empresa i per futures 
ampliacions. 
 
Criteri 7: Les referencies les hem tingut en compte per varis motius ja que 
preferim un distribuïdor a nivell nacional abans que un a nivell internacional, pel 
suport que poden oferir-nos a nivell tècnic i comercial. Hem valorat la marca 
com una suposada garantia, i per acabar també hem volgut que el terminal 
tingués bones crítiques de funcionament o que hagués estat utilitzat en altres 
empreses que ens poguessin aconsellar. 
 
Criteri 8: El preu és un aspecte fonamental a l’hora de realitzar qualsevol 
compra, en aquest cas, l’empresa que ens subministra el terminal, ESADE, té 
un pressupost pel projecte que farem i ens hem d’ajustar al màxim. 
 
 
2.3 Tria del terminal 
 
Per l’elecció del terminal TPV s’ha fet una cerca de “Points of Sales” i contactat 
amb diferents webs i venedors per poder tenir la màxima informació i trobar els 
terminals més adequats per cobrir les nostres necessitats. 
 
La primera cerca que s’ha fet ha estat per trobar terminals que poguessin 
suportar RFID i Wi-Fi, i de tots els que hem trobat s’han començat a aplicar 
filtres per quedar-nos només amb els que complien tots els requisits. 
 
El primer filtre que hem aplicat ha estat el d’eliminar els terminals de les 
companyies “Verfione” o “Ingenico”, entre d’altres, ja que funcionen amb un 
  
software tancat i s’han de contractar els seus serveis o fer una formació per 
poder utilitzar el seu llenguatge. 
 
El següent filtre que hem aplicat ha estat els terminals amb impressora tèrmica, 
al ser un requisit pràcticament fonamental per a qualsevol TPV, moltes 
empreses ho tenen integrat o opcional, així que no ha sigut molt difícil trobar 
terminals amb aquesta característica. 
 
Un altre filtre ha estat buscar terminals que tinguessin el disseny i la mida 
adequats pel que estàvem buscant, ja que, per exemple, els terminals HP, de 
sobretaula, no eren pràctics per l’ús que se li pretén donar. 
 
Finalment, per poder fer la taula, s’han escollit només els terminals que 
suportessin la tecnologia NFC. 
 
Així doncs, la taula ha quedat de la següent manera: 
 
 
Taula 2.1. Terminals trobats que compleixen els requisits necessaris 
 
 
Un cop s’han trobat diferents terminals que compleixen les especificacions 
tècniques requerides, hem analitzat els terminal escollits i, utilitzant el criteri 7 i 
8, hem arribat a les següents conclusions: 
 
- Motorola: Complia molts requisits, una marca amb molt de nom que ens 
podia servir, el problema el vam tenir a l’hora de sol·licitar més 
informació sobre els diferents models, ja que després de bastants intents 
de contactar amb ells, finalment no vam obtenir resposta per part del 
proveïdor dels terminals. 
 
- Viewat: Encara que reuneix tots els requisits tècnics que hem establert 
anteriorment, es tracta d’una marca xina de la qual no tenim cap tipus de 
referència. 
 





Pidion BIP1300-M2M Windows Mobile     
Pidion BIP1500 Windows Mobile     
Pidion MT360 Windows Mobile     
Pidion MT760 Windows Mobile     
Motorola MC9090 Windows Mobile  
Sense  
resposta  
SI, com a 
complement 
Viewat VPOS396 Windows Mobile  Opcional Opcional  
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- Pidion: A més de tenir varis models que compleixen els requisits, també 
tenim referències d’una altra empresa que els estava utilitzant i ens els 
havien recomanat. Aquesta és la marca escollida, dintre dels models 






Fig. 2.1 Característiques del Pidion 1300 segons el fabricant 
 
  
3. DISSENY I ESTRUCTURA DE L’APLICACIÓ 
 
Un cop tenim clar el terminal a utilitzar, podem començar a dissenyar i a 
estructurar l’aplicació que integrarà totes les funcionalitats. 
 
 
3.1 Estructura  
 
L’estructura de l’aplicació es pot definir en quatre categories: 
 
- Configuració: La part de l’aplicació on es selecciona la versió de 
l’aplicació a utilitzar i s’estableixen les configuracions inicials. 
- Interfase: S’escollirà una de les tres interfases depenent de la funció a 
realitzar en les quals l’usuari podrà interactuar. 
- De fons o Background: Són totes les operacions que es realitzen de 
fons, com la identificació de targetes, la impressora o la comunicació 
amb la xarxa d’ESADE. 
- Post-Aplicació: Consisteix en el tancament de l’aplicació i les operacions 
que s’han de dur a terme, a més, s’ha establert un petit sistema de 
seguretat basat en una contrasenya per evitar que els usuaris sense 
autorització puguin tancar l’aplicació i manipular el terminal. 
 
L’aplicació permetrà obrir tres versions de l’aplicació que mostraran diferents 
pantalles depenent de l’ús que se li hagi de donar i permetrà realitzar diferents 
operacions. Tot i així, les parts relacionades amb la configuració i Post-








Fig. 3.1 Diagrama del funcionament de l’aplicació 
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3.2 Funcionalitats 
 
Una de les necessitats que teníem a l’hora de crear l’aplicació era que fos 
capaç de poder mostrar diferents pantalles segons l’ús que se li hagués de 
donar al TPV depenent on estigués instal·lat. És per això que vam decidir crear 
diferents versions de l’aplicació: 
 
-  Versió Genèrica: És la versió completa de l’aplicació que permet 
realitzar tant el pagament de menús, com realitzar pagament o 
recarregues d’imports introduïts. 
- Versió Menú: Aquesta versió és semblant a l’anterior però només permet 
el pagament del menú del restaurant. 
- Versió Associar dispositiu: Aquesta versió permet associar un dispositiu 






Fig. 3.2 Versió Genèrica Fig. 3.3 Versió Menú Fig. 3.4 Versió Associar dispositiu 
 
 
Per evitar la necessitat de tenir tres aplicacions diferents, una per a cada 
versió, es va decidir poder executar cada versió depenent d’un paràmetre o 
argument que s’afegia a l’accés directe de l’aplicació, per tant, depenent de 

















Fig. 3.5 Diagrama de versions segons el paràmetre 
 
 
3.2.1 Pagar Menú 
 
En el cas de polsar el botó de pagar un menú, l’aplicació buscarà, mitjançant 
l’RFID, una targeta MIFARE o tag NFC que pugui identificar l’usuari que està 
fent el pagament. 
 
Un cop obtingut l’usuari es procedirà al pagament a la base de dades 
mitjançant un servei SOA que depenent de la categoria de l’usuari (empleat o 



















Fig. 3.6 Diagrama de la funció Pagar Menú 
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3.2.2 Pagar Import 
 
En el cas de polsar el botó de pagar un import, s’obrirà un teclat que permetrà 
introduir un import. 
 
 
Fig. 3.7 Pantalla d’introducció d’import 
 
Un cop introduït l’import es procedirà a identificar a l’usuari mitjançant el lector 




















Fig. 3.8 Diagrama de la funció Pagar Import 
 
  
3.2.3 Recarregar Import 
 
El cas de recarregar un import el procediment és semblant al cas de pagar un 
import, ens mostrarà una pantalla per introduir un import, identificarà a l’usuari 
mitjançant RFID i posteriorment realitzarà la recarrega a la base de dades a 






















Fig. 3.9 Diagrama de la funció Recarregar Import 
 
 
3.2.4 Versió Associar dispositiu 
 
Aquesta funció permet donar d’alta al sistema un dispositiu Android per poder 
realitzar futurs pagaments.  
 
El funcionament d’associar un dispositiu consisteix en associar un dispositiu 
NFC, en el nostre cas Android, a un usuari mitjançant la seva targeta MIFARE. 
 
Per fer-ho, es sol·licita primerament la identificació d’una targeta i posteriorment 
es sol·licitarà la identificació del dispositiu Android. 
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Finalment, s’associaran els dos mitjançant un servei SOA que donarà d’alta el 


























Fig. 3.10 Diagrama de la funció Associar Dispositiu 
 
 
3.3 Fitxer de configuració 
 
Per poder fer l’aplicació més dinàmica es volia trobar alguna funcionalitat per 
poder modificar algunes configuracions de l’aplicació, com els textos, sense 
necessitat de reprogramar l’aplicació. 
  
 
Es va decidir fer-ho mitjançant fitxers *.config que consisteixen en uns fitxers 
d’estructura *.xml que conté informació de l’aplicació. 
 
Aquest fitxer ens permet modificar de manera senzilla els textos de l’aplicació, 
que pot permetre, en un futur, canvis d’idioma, la modificació de la contrasenya 
de tancament o diferents modificacions de configuració en d’ampliacions 




<?xml version="1.0" encoding="utf-8" ?> 
<Text> 
  <Boton> 
    <!--- Form principal --> 
    <btn_Pagar_Menu>Pagar Menu</btn_Pagar_Menu> 
    <btn_Pagar_Importe>Cobrar Importe</btn_Pagar_Importe> 
    <btn_Recargar_Importe>Recargar Importe</btn_Recargar_Importe> 
    <btn_Cancelar>Cancelar</btn_Cancelar> 
    <!--- Form teclado --> 
    <btn_OK_Importe>OK</btn_OK_Importe> 
    <btn_DEL_Importe>DEL</btn_DEL_Importe> 
    <btn_CANCEL_Importe>CANCELAR</btn_CANCEL_Importe> 
    <!--- Form asociar --> 
    <btn_MIFARE>Obtener MIFARE</btn_MIFARE> 
    <btn_IMEI>Obtener IMEI</btn_IMEI> 
    <!--- Form cerrar --> 
    <btn_Password>Cerrar</btn_Password> 
  </Boton> 
  <Label> 
    <!--- Form asociar --> 
    <Paso1>Paso 1: Pase la TUI de ESADE</Paso1> 
    <Paso2>Paso 2: Pase el terminal NFC</Paso2> 
    <!--- Form cerrar --> 
    <InsertPassword>Introduzca la contraseña:</InsertPassword> 
  </Label> 
  <Mensaje> 
    <!--- Form principal & Asociar --> 
    <DetectingRFID>Buscando...</DetectingRFID> 
    <DetectRFID>Detecta RFID</DetectRFID> 
    <NoDetectRFID>No Detecta RFID</NoDetectRFID> 
  </Mensaje> 
  <Error_msg> 
    <Err_Open>No se ha podido abrir el lector RFID, por favor cierre las 
conexiones o reinicie el dispositivo.</Err_Open> 
  </Error_msg> 
  <Password> 
    <pw>ESADE123</pw> 
  </Password> 
  <Rest> 
    <CargarImporte>URL servei operació cargar saldo</CargarImporte> 
    <PagarImporte>URL servei operació pagar import</PagarImporte> 
    <PagarMenu>URL servei operació pagar menú</PagarMenu> 
    <RegistrarDispositivo>URL servei operació registrar dispositiu 
</RegistrarDispositivo> 
    <user>usuario@esade.edu</user> 
    <password>password</password>     
  </Rest> 
</Text> 
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4. PAGAMENT AMB TARGETES MONEDER 
 
Un cop tenim estructurada i dissenyada l’aplicació integrarem la lectura de les 




4.1.1 Definició i característiques 
 
MIFARE és una tecnologia de targetes intel·ligents amb memòria protegida 
utilitzada en molts llocs com a targeta d’identificació sense contacte. 
 
Estan dividides en sectors i blocs amb mecanismes de seguretat pel control 
d’accés, encara que la seva capacitat computacional no permet realitzar 
operacions criptogràfiques o d’autenticació mútua d’alt nivell. 
 
Per poder establir la connexió i obtenir o modificar la informació de la targeta 
utilitza l’estàndard ISO 14443. 
 
En el nostre cas treballarem amb les targetes de tipus Mifare Classic que són 





El primer pas consisteix en acostar la targeta RFID a un lector, aquesta s’activa 
i comença un procés d’intercanvi amb el lector per establir una comunicació 
xifrada. Aquest procés és igual amb totes les targetes i està dissenyat per 
proveir protecció contra l’escolta del canal i no per autenticar la targeta o el 
lector. 
 
Un cop establert el canal xifrat la targeta envia un codi d’identificació de 
connexió, que normalment és el número de sèrie de la targeta, tot i que la 
normativa ISO indica que pot ser aleatori. Amb aquest número de connexió el 
lector està en capacitat de realitzar qualsevol operació a la targeta, prèvia 







4.2 Estàndard ISO 14443 
4.2.1 Definició 
 
ISO 14443 és un estàndard internacional relacionat amb les targetes 
d’identificació electròniques, especialment amb les targetes de proximitat, 
sense contacte. 
 
L’estàndard ISO 14443 consta de quatre parts i es descriuen dos tipus de 
targetes: tipus A (MIFARE Classic) i tipus B (MIFARE Desfire).  
 
Aquest dos tipus es diferencien per la codificació i la modulació (part 2) i el 
protocol d’inicialització dels procediments (part 3). 
 
En el nostre cas, les targetes proporcionades per ESADE són targetes Classic 
que corresponen a l’estàndard ISO 14443 A. 
 
 
4.2.2 Funcionament ISO 14443-A 
 
L’estàndard 14443-A s’estructura en quatre parts que representen cada una de 





Fig. 4.1 Capes de l’estàndard ISO/IEC 14443 relacionats amb les capes de la Pila OSI 
 
A partir de la part 14443-3 comença la identificació de la targeta mitjançant el 
mecanisme d’anticol·lisió. 
 
Aquest mecanisme consisteix en un intercanvi de varis missatges en els que el 
lector interroga a la targeta per identificar-la i saber de quin tipus de targeta es 
tracta. 
 




Fig. 4.2 Diagrama de la identificació d’una targeta segons l’ISO 14443 [2] 
 
 
Primer de tot, el lector envia un missatge REQA (Request Command, type A), 
aquest missatge s’envia sempre, independentment de quin tipus de targeta 
sigui. 
 
La targeta respon amb un missatge ATQA (Answer To Request A) on indica al 
lector, segons els bits a 1 del missatge, si la targeta admet el mecanisme 




Fig. 4.3 Taula dels bits del missatge ATQA [2] 
  
En el cas que la targeta sí que permeti el mecanisme d’anticol·lisió, començarà 
un altre intercanvi de missatges anomenat bucle d’anticol·lisió o Anticollision 
Loop que consisteix en un bucle d’intercanvi de missatges per arribar a 





Fig. 4.4 Diagrama del mecanisme d’anticol·lisió segons l’ISO 14443-3 A [2] 
 
 
Aquest bucle consisteix en un procés en que el lector envia un missatge amb 
un camp de nivell sol·licitant l’ID, missatge al qual la targeta contesta amb el 
una part del seu identificador. En el cas que el lector no hagi rebut l’ID complet, 
augmenta en 1 el camp de nivell indicant que no s’ha rebut l’ID complet i 
sol·licita que li continuï enviant la resta de l’ID.  
 
Un cop s’ha rebut una part de l’ID, el lector envia un missatge Select que conté 
la part de l’ID rebut fins ara i la targeta corresponent contesta amb un missatge 
SAK que consisteix en un missatge d’1Byte que indica si l’ID esta complet o no 
(en color groc) i una descripció de la targeta on s’indica quin tipus de targeta és 
(en color taronja) i amb quins estàndards és compatible (en color vermell). 
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Fig. 4.5 Taula dels bits en un missatge SAK i el seu significat [2] 
 
 
Aquest missatge SAK ens permet identificar, també, si la targeta és compatible 
amb la part 4 de l’estàndard 14443 (en color verd) o amb l’estàndard 18092 
d’NFC (en color blau) que farem servir amb el pagament mitjançant dispositius 
mòbils o, també, quin tipus de targeta MIFARE estem fent servir. 
 
 
4.3 Implementació al terminal 
 
Un cop coneixem el funcionament de l’estàndard ISO 14443 A l’haurem 
d’integrar a la nostra aplicació, per fer-ho utilitzarem diferents classes i funcions 
que ens ho permetran. 
 
 
4.3.1 Classes utilitzades 
 
A l’hora de començar a programar hem necessitat unes classes per poder 
realitzar certes funcions necessàries, per una banda tenim dues classes 
proporcionades pel fabricant que són les que ens permeten portar a terme les 






Les altres dues classes són les encarregades dels mecanismes relacionats 
amb la targeta, el fabricant ens proporciona una base, bastant genèrica, que 
hem modificat i adaptat per la nostra aplicació: 
 
- ISO14443: és una classe bàsica i genèrica per tots els tipus de targetes 
que suportin aquest estàndard. 
- Classic: és una classe derivada de la classe ISO14443 particularitzada 
per a les targetes MIFARE Classic, és a dir, l’estàndard ISO 14443 A.  
 
S’ha decidit escollir la jerarquia entre classes per futures ampliacions ja que, 
per exemple, en el cas que es volgués ampliar el lector per acceptar targetes 





Una de les primeres funcions que s’han de dur a terme al executar el TPV és la 
d’inicialitzar la connexió RFID que es farà mitjançant la funció proporcionada 
pel fabricant a la classe CBBAPI.  
 
Per conseqüència, quan es tanqui l’aplicació s’ha de poder tancar, també, la 
connexió mitjançant la funció corresponent de la mateixa classe. 
 
Un cop tenim oberta la connexió podem executar la funció Get_Tag_Info 
generada a la classe Classic en la que es dura a terme el mecanisme 
d’anticol·lisió mitjançant l’intercanvi de missatges amb la targeta, un cop acabi 
aquest intercanvi de missatges es comprovarà que l’ID estigui complet a través 
del tercer bit del SAK.  
 
A continuació es pot veure el codi de la funció utilitzada (en c#) per obtenir l’ID: 
 
        Public bool Get_Tag_Info() 
        { 
            bool bRet = false; 
            byte[] byUID = new byte[12] { 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0 }; 
            byte byUIDLen = 0; 
            byte bySAK = 0; 
            if (!base.REQA()) 
              bRet = false; 
              for (int I = 0; I < 3; i++) 
              { 
               // Anticol·lisió  
               if (!base.Anticollision((byte)(I + 1), ref byUIDLen, byUID) 
                   || !base.SelectGetSAK((byte)(I + 1), byUIDLen, byUID, ref bySAK)) 
                    { 
                        bRet = false; 
                        break; 
                    } 
                    if ((bySAK & 0x04) == 0) 
                    { 
                        bRet = true; 
                        break; 
                    } 
                } 
            return bRet; 
        } 
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5. PAGAMENT AMB DISPOSITIUS MÒBILS 
 
Un cop hem aconseguit identificar targetes MIFARE, el següent pas consisteix 
a identificar dispositius Android amb NFC.  
 
Per fer-ho, primer hem d’aconseguir emular tags NFC en un dispositiu Android 
i, a continuació, identificar-los amb el TPV. 
 
 
5.1 NFC Android i compatibilitat 
 
Des de fa temps els dispositius Android permetien llegir tags NFC per poder 
realitzar diferents funcions, però, a més, a partir de la versió d’Android 4.4, 
també permeten emular tags NFC a nivell d’aplicació. 
 
El nostre objectiu era poder aprofitar el sistema d’emulació de tags per poder 
identificar els usuaris amb els dispositius mòbils de la mateixa manera que es 
feia amb les targetes MIFARE. 
 
A l’hora d’integrar un dispositiu Android que suportés NFC al nostre sistema 
ens vam adonar del principal problema: la majoria de dispositius Android que 
emulaven tags ho feien amb un identificador aleatori, diferent cada vegada, que 
ens impedia relacionar a una mateixa persona amb un codi d’identificació del 
tag emulat. 
 
Per poder continuar amb el pagament mitjançant dispositius mòbils vam haver 
de buscar solucions al problema. 
 
 
5.2 Estàndard ISO 7816-4 
 
La solució al problema la vam trobar afegint un pas més a la identificació del 
tag que ens permetia, a més, intercanviar informació amb el dispositiu per 
poder-lo identificar mitjançant l’IMEI i que, a l’hora, era compatible amb 
l’estàndard ISO 14443 del nostre terminal, consistia en aprofitar la part ISO 





L’estàndard ISO 7816 és un estàndard relacionat amb les targetes 
d’identificació electròniques i intel·ligents i s’aplica a targetes de contacte. 
 
La part 4, en canvi, és independent de la tecnologia de la capa física que 
s’utilitzi i pot treballar amb qualsevol tipus de targetes com les de proximitat o 
  
les de radiofreqüència. En el nostre cas també la podem trobar com una capa 





Fig. 5.1 Comparativa estàndards 7816 i 14443 
 
 
L’estàndard ISO 7816-4 és l’encarregat de l’organització, la seguretat i les 





Aquest estàndard conté missatges, comandes i respostes transmeses des del 
lector a la targeta, un d’aquests missatges, i el que farem servir nosaltres, és 
l’APDU (Application Protocol Data Unit). 
 
Els APDU són uns paquets que treballen en el nivell d’aplicació i s’intercanvien 
entre el lector NFC i el tag. El funcionament consisteix en que el lector NFC 
envia un missatge APDU i espera una resposta. 
 
Normalment el primer missatge APDU enviat és un missatge per seleccionar 
l’aplicació, aquest missatge s’anomena “SELECT AID” i conte l’identificador de 
l’aplicació (AID) amb la que es vol posar en contacte. 
 
Un paquet APDU està format per una capçalera (amb els camps CLA, INS, P1 i 
P2) i un cos opcional de dades, té l’estructura següent: 
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Fig. 5.2 Estructura missatge APDU 
 
 
En el nostre cas, la comanda APDU que volem enviar és la que selecciona 
l’aplicació i està formada de la següent manera: 
 
 
Taula 5.1. Camps del missatge APDU 
 
Classe de la instrucció (CLA): 0x00  
No hi ha indicació de missatgeria 
segura. 
Longitud camp Data (Lc): 0x07 
En el nostre cas són 7 bytes. 
Instrucció (INS): 0xA4  
La instrucció SELECT FILE és 0xA4. 
Data: És l’AID (identificador 
d’aplicació), en el nostre cas:  
 
F0 05 06 07 08 09 10 
Paràmetre 1 (P1): 0x04  
Paràmetre per seleccionar l’aplicació 
pel nom. 
Paràmetre 2 (P2): 0x00  
Buit. 
Longitud resposta (Le): 0x00 
És la longitud màxima esperada del 
paquet resposta, no és necessari. 
 
 
Per tant, en el nostre cas, el missatge APDU per enviar i seleccionar la nostra 
aplicació és: 
 
00 A4 04 00 07 F0050607080910 00 
 
 
5.3 Emulació de tags Android (Host-based Card Emulation) 
 
Per poder emular el tag al nostre dispositiu Android, hem de crear una aplicació 
que ho permeti, aquesta aplicació funcionarà mitjançant el mecanisme Host-
based Card Emulation d’Android que apareix a partir de la versió 4.4. 
 
 
5.3.1 Definició i característiques 
 
Host-based Card Emulation és la funció que tenen alguns dispositius Android 
d’emular una targeta o tag Contactless utilitzant només software. 
 
  
Fins ara, la majoria de dispositius Android amb NFC permetien l’emulació de 
targetes però amb l’única opció de fer les transaccions mitjançant l’element 
segur del dispositiu, que consisteix en un xip separat que conté, de forma 





Fig. 5.3 Targeta emulada amb l’element segur 
 
 
Però, en canvi, amb la nova versió d’Android 4.4 s’introdueix un nou mètode 
d’emulació de targetes que no involucra l’element segur i permet a les 
aplicacions Android emular una targeta i comunicar-se directament amb el 
lector NFC, aquests funcionalitat s’anomena Host-based Card Emulation. 
 
La tecnologia Host-based Card Emulation ens permet emular tags amb 
l’estàndard 14443 aprofitant la capa 7816-4 per el processament d’APDUs i 
treballar amb les aplicacions del nostre dispositiu, que ens permeten obtenir la 
informació que necessitem del dispositiu Android. 
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Fig. 5.4 Emulació de tag NFC sense element segur, amb aplicació 
 
 
Quan el dispositiu amb NFC treballa utilitzant HCE, la informació és dirigida a la 
CPU on es troben les aplicacions Android, en comptes de dirigir-se a l’element 





HCE es basa en activar un servei Android anomenat HostApduService que pot 
treballar de fons o background sense necessitat de cap pantalla d’usuari, això 
pot resultar realment còmode ja que l’usuari no necessita manipular l’aplicació 
per fer-ne ús. Només necessitaria acostar el dispositiu Android amb l’aplicació 
instal·lada al lector per activar el servei. 
 
Com que un dispositiu Android pot tenir més d’un servei actiu, hem de poder-
los seleccionar i això ho podem fer utilitzant l’especificació ISO 7816-4 que 
estableix una comanda per seleccionar un identificador d’aplicació (AID). 
 
Cada AID es pot agrupar en dos categories segons la seva funció: 
 
- Pagament: S’utilitza exclusivament per aplicacions de pagament que pot 
utilitzar qualsevol comerciant. 
- Altres: Per a qualsevol altre ús que se li vulgui donar es pot utilitzar el 
grup altres, els AID d’aquest grup poden estar sempre actius. 
 
Quan l’usuari acosti el dispositiu Android al lector, el lector enviarà un missatge 






Per poder implementar la identificació de dispositius Android necessitarem fer 
dos passos, el primer d’ells serà crear una aplicació Android que suporti HCE i 
el segon serà ampliar el codi de la funció del lector RFID per tal que també 
pugui llegir dispositius Android. 
 
 
5.4.1 Al dispositiu Android 
 
Per poder implementar l’emulació del tag a un dispositiu Android ha estat 
necessari crear una aplicació Android, l’aplicació ha de ser capaç d’estendre el 
servei HostApduService i fer servir dos mètodes necessaris: 
 
- processCommandApdu: és l’encarregat de gestionar els paquets APDU 
rebuts a l’aplicació i fer les operacions necessàries. 
Una de les operacions que es duran a terme en aquesta funció es la 
d’obtenir l’IMEI del dispositiu per tal d’enviar-lo al lector com a 
identificador. 
- onDeactivated: és la funció que s’executa un cop la connexió entre els 
dos terminals acabi, ja sigui perquè el lector esculli un altre AID o perquè 





public void onDeactivated(int reason) { 
   NotificationManager manager =  
NotificationManager)getSystemService(Context.NOTIFICATION_SERVICE); 
 
   switch (reason) { 
   case HostApduService.DEACTIVATION_LINK_LOSS: 
 NotificationCompat.Builder build = new NotificationCompat.Builder(this) 
  .setSmallIcon(android.R.drawable.ic_dialog_alert).setContentTitle("Link loss") 
  .setContentText("Please try to tap again."); 
 manager.notify(2, build.build()); 
 
   break; 
 
   default: 
 Log.e(TAG, "DeSelected"); 
 break; 
  } 
 } 
   
@Override 
public byte[] processCommandApdu(byte[] commandApdu, Bundle extras) { 
 
   Log.e(TAG, "Runinig"); 
   TelephonyManager mngr = (TelephonyManager)getSystemService(Context.TELEPHONY_SERVICE); 
   String IMEI = mngr.getDeviceId(); 
   if (isSelectAIDRequest(commandApdu)) { 
 return (IMEI).getBytes(); 
   } else { 
 return "null".getBytes(); 
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També s’ha modificat el fitxer AndroidManifest per tal d’agregar els permisos 
corresponents al NFC i afegir, també, el servei HCE. 
 
 
<service android:name=".HCEService" android:exported="true" 
         android:permission="android.permission.BIND_NFC_SERVICE"> 
<intent-filter> 
<action android:name="android.nfc.cardemulation.action.HOST_APDU_SERVICE"/> 
    </intent-filter> 
    <meta-data android:name="android.nfc.cardemulation.host_apdu_service" 




A més d’assignar-li els permisos que permeten enllaçar el servei a aplicacions 
externes, també s’inclou l’etiqueta meta-data amb un resource xml que ens 
indica quins AID poden sol·licitar aquest servei, aquest fitxer l’hem anomenat 





           android:description="@string/servicedesc" 
           android:requireDeviceUnlock="false"> 
    <aid-group android:description="@string/aiddescription" 
               android:category="other"> 
        <aid-filter android:name="F0050607080910" /> 
        <aid-filter android:name="F0010203040506" /> 




En aquest fitxer podem veure els AIDs permesos a la categoria otros 
(F0050607080910 i F0010203040506) i, a més, una etiqueta anomenada 
‘requireDeviceUnlock’ que permet donar més seguretat a l’aplicació per tal que 

















5.4.2 Al TPV 
 





Fig. 5.5 Diagrama de fluxe del ISO 14443 A al terminal segons el fabricant 
 
 
Per poder fer l’intercanvi d’APDUs entre terminals hem d’estar a l’estat ‘Active 
State’, i per poder-hi arribar hem de passar previament per l’estat Idle i Ready. 
Aquest procés és el mateix que el que s’ha dut a terme previament per 
l’identificació de les targetes, per tant, el podem aprofitar i partir des de l’estat 
‘Active State’. 
 
El missatge APDU, però, només s’ha d’enviar en el cas que el que estiguem 
enviant sigui un dispositiu mòbil, és a dir, que faci servir NFC i no RFID. En el 
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missatge SAK que s’obté durant la identificació de la targeta podem veure 





Fig. 5.6 Taula dels bits del missatge SAK. En verd els relacionats amb l’ISO 14443-4, en blau 
els relacionats amb l’NFC. 
 
 
Com podem veure a la Fig. 5.6, el 7è bit estarà a 1 en el cas que el tag que 
estem identificant sigui compatible amb NFC (en color blau). 
 
Un cop hem identificat el tag, si és compatible amb NFC, es podrà començar 
l’intercanvi de missatges APDU. Per fer-ho, enviarem el missatge APDU (creat 
a l’apartat 5.2.2) mitjançant una comanda proporcionada pel fabricant 
anomenada “iso apdu” que, seguint l’estructura de la comanda, ens permet 
enviar els missatges per, seguidament, esperar una resposta.   
 
Per poder fer aquest procés hem ampliat la funció Get_Tag_Info vista a 
l’apartat 4.3.2 mitjançant una consulta al 7è bit del SAK i realitzant el 
mecanisme de comunicació d’APDU de la següent manera: 
 
 
        public bool Get_Tag_Info() 
        { 
 
            #region Variables 
            bool bRet = false; 
            byte[] byUID = new byte[12] { 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0 }; 
 
            byte byUIDLen = 0; 
            byte bySAK = 0; 
            byte[] APDUCommand = {  
            (byte) 0x00, // CLA Class            
            (byte) 0xA4, // INS Instruction      
            (byte) 0x04, // P1  Parameter 1 
            (byte) 0x00, // P2  Parameter 2 
            (byte) 0x07, // Length Data 
            (byte)0xF0,0x05,0x06,0x07,0x08,0x09,(byte)0x10, // AID 
            (byte) 0x00 //Length Response 
        }; 
            byte lenNFC = (byte)0x07; 
            int count = 0; 
            #endregion 
 
  
            while ((!bRet) && (count != 5)) 
            { 
                #region Anticollision Loop 
                if (!base.REQA()) 
                    bRet = false; 
                for (int i = 0; i < 3; i++) 
                { 
                    // Standard Anticollision & Standard Select  
                    if (!base.Anticollision((byte)(i + 1), ref byUIDLen, byUID) 
                        || !base.SelectGetSAK((byte)(i + 1), byUIDLen, byUID, ref 
bySAK)) 
                    { 
                        bRet = false; 
                        break; 
                    } 
 
                    if ((bySAK & 0x04) == 0) 
                    { 
                        bRet = true; 
                        break; 
                    } 
                } 
            #endregion 
                #region APDU Exchange if SAK 
                if ((bySAK & 0x40) != 0) 
                { 
                    lenNFC = (byte)0x0D; 
                    bRet = base.ExchangeAPDU(lenNFC, APDUCommand); 
                    count++; 
                } 
                else 
                { 
                    count = 5; 
                } 
                #endregion 
            } 
 
            return bRet; 
        } 
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6. IMPLANTACIÓ A L’ESTRUCTURA ESADE 
 
Un cop dissenyada l’aplicació i ser capaç d’identificar tant targetes MIFARE 
com dispositius Android NFC, hem d’integrar-la a l’estructura d’ESADE. 
 
Els pagaments tant per RFID com amb NFC es faran mitjançant un serveis web 
SOA, en les següents seccions entrarem amb més detall en els serveis web 
SOAP i REST, que són els que farem servir a l’aplicació per ESADE. 
 
També hem hagut de configurar la base de dades per poder registrar els 
dispositius NFC, explicarem com ho hem fet en els següents apartats. 
 




L’Arquitectura SOA estableix un marc de disseny per la integració d’aplicacions 
independents de manera que des de la xarxa es pugui accedir a les seves 
funcionalitats, les quals, s’ofereixen com a serveis. La manera més habitual 
d’implementar aquest tipus d’arquitectura és mitjançant serveis web, encara 
que no és un requisit necessari per implementar SOA. 
 
Un servei web és un component de software que utilitza un conjunt de protocols 
i estàndards per intercanviar dades entre aplicacions d’una xarxa (OASIS I 
W3C).Un servei té una funcionalitat concreta que pot ser descoberta a la xarxa 
i que descriu tant el que pot fer com el mode d'interactuar amb ella. 
 
Des de la perspectiva d'empresa, un servei realitza una tasca concreta, ja pot 
ser una tasca senzilla com la d'introduir o extreure una dada concreta, o 
acoblar-se a una aplicació més completa que proporcioni serveis d'alt nivell, 
com per exemple introduir dades d'una comanda en un procés que involucra 
diferents aplicacions de negoci. 
 
L'arquitectura orientada a serveis facilita l'accés i el consum de recursos TI a 
través de la xarxa. Les aplicacions compostes permeten que les empreses 
millorin i automatitzin  els seus processos manuals. El resultat final es que les 
organitzacions que adopten l'orientació a serveis poden crear i reutilitzar 
serveis i aplicacions, i adaptar-les davant els canvis evolutius que es 
produeixen. 
 
Les necessitats de l’arquitectura SOA varien d’una companyia a una altra, per 
tant l’adquisició d’una arquitectura SOA a una companyia no serà viable a una 
altra companyia, s’han de tenir en compte tots els factors que envolten a una 
companyia per veure si es viable adquirir aquest tipus d’arquitectura. 
 
  
Dintre de l’arquitectura SOA tenim tres tipus de serveis web que són els més 
utilitzats: 
 
- Serveis web SOAP: és un protocol estàndard que defineix com dos 
objectes en diferents processos poden comunicar-se mitjançant 
l’intercanvi de dades XML. 
- Serveis web REST: és una tècnica d’arquitectura software per sistemes 
hipermèdia distribuïts com la World Wide Web. Aquest tipus de serveis 
utilitzen tant el llenguatge XML com HTTP. Els sistemes que segueixen 
els principis del REST es solen denominar RESTfull. 
- Serveis web RPC: És un protocol de trucada a procediment remot que 
utilitza XML per codificar les dades i HTTP com a protocol de transmissió 
de missatges. 
 
En el següents apartats explicarem amb més detall els serveis web SOAP i 
REST, ja que són els que utilitzarem per poder-nos comunicar amb els serveis 




6.1.2 Serveis web SOAP 
 
SOAP (Simple Object Access Protocol) és un protocol estàndard que defineix com 
dos objectes en diferents processos poden comunicar-se mitjançant l’intercanvi de 
dades XML. 
 
Bàsicament SOAP és un paradigma de missatgeria que pot ser utilitzat per formar 
protocols mes complexos i complets segons les necessitats de les aplicacions que 
ho implementen. 
 






Un missatge SOAP és un document XML ordinari amb una estructura definida a la 
especificació del protocol. Aquesta estructura la formen els tres elements 
següents: 
 
- Envelope (Obligatòria): Arrel de l’estructura, és la part que identifica al 
missatge SOAP com a tal. 
- Header: Aquesta part és un mecanisme d’extensió, ja que permet enviar 
informació relativa a com ha de ser processat el missatge. És una eina per 
a que els missatges puguin ser enviats de la manera més adient per les 
aplicacions. L’element “Header” es composa a la vegada de “Header 
Blocks” que delimiten les unitats d’informació necessàries per el “Header”. 
- Body (Obligatòria): Conté la informació relativa de la crida y la resposta al 
servei.  
 




Fig. 6.1 Estructura serveis web SOAP 
 
 
El model de processat de SOAP està definit com un sistema distribuït, en el 
que intervenen diferents nodes. En un escenari bàsic, els nodes SOAP es 
comuniquen, un assumeix el rol de “SOAP Sender” i l’altre de “SOAP 
Receiver”. Encara i així, l’especificació defineix tres tipus de nodes en funció 
del rol que assumeixen en l’enviament del missatge: 
 
- SOAP Sender: Node que transmet un missatge SOAP. 
- SOAP Receiver: Node que accepta un missatge. 
- SOAP message path: conjunt de nodes pels quals ha de passar un 
missatge SOAP, incloent el node inicial. 
- Initial SOAP sender: el “sender” que origina el missatge i que es el punt 
d’inici al camí que seguirà el missatge. 
- SOAP intermediary: l’intermediari actua com a SOAP Receiver i com a 
SOAP Sender, ja que el primer rep el missatge per després reenviar-lo al 
següent node del camí. 
- Ultimate SOAP Receiver: destí final del missatge SOAP, és el 
responsable de processar-lo. Cal remarcar que el missatge pot no 
arribar al receptor definitiu degut a que problemes en els intermediaris 
facin que es perdi. 
 
Un node SOAP pot actuar amb un o varis rols, cadascun dels quals es troba definit 
mitjançant una URI coneguda amb el nom del rol. Els rols assumits per un node 
son invariants durant l’enviament d’un missatge, tenint en compte l’especificació 
del processat individual dels missatges. Una aplicació pot crear protocols de 
comunicació més complexos, com capes superiors sobre SOAP, fins i tot que 






Fig. 6.2 Petició Servei web SOAP 
 
6.1.3 Serveis web REST 
 
REST (Representational State Transfer) és una tècnica d’arquitectura software 
per sistemes d’hipermèdia distribuïts com la WWW (World Wide Web). Aquest 
tipus de servei utilitza tant el llenguatge XML com HTTP. Els sistemes que 
segueixen el principis REST es solen denominar RESTful. 
 




- Representació del recursos: XML/JSON/HTML/GIF/JPEG... 
- Tipus MIME: text/xml, text/html, ... 
 
El objectius dels serveis web basats en REST son els següents: 
 
- Escalabilitat de la interacció amb els components: La web ha crescut 
exponencialment sense degradar el seu rendiment, en exemple és la 
quantitat de clients que poden accedir a través de la Web. 
- Generalitat d’Interface: Gràcies al protocol HTTP, qualsevol client pot 
interactuar amb qualsevol servidor HTTP sense cap configuració 
especial. 
- Posada en funcionament independent: El servidors antics han de ser 
capaços d’entendre’s amb els clients actuals i viceversa. HTTP permet 
l’extensibilitat mitjançant l’ús de capçaleres, a través de les URI’s y de 
l’habilitat per crear nous mètodes i tipus de continguts. 
- Comptabilitat amb components entremitjos: Els intermediaris més 
populars són els proxys, per millorar el rendiment, i el gateway, que 
permet encapsular sistemes que no són pròpiament Web. 
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Rest aconsegueix satisfer els objectius aplicant unes restriccions: 
 
- Identificació de recursos i manipulació d’ells a través de representacions, 
que s’aconsegueix mitjançant l’ús d’URI. 
- Missatges autodescriptius, REST dicta que els missatges HTTP haurien 
de ser tan autodescriptius com sigui possible, Això fa possible que els 
intermediaris interpretin els missatges i executin els serveis en nom de 
l’usuari. 
- Hipermèdia com un mecanisme de l’estat de l’aplicació, l’estat actual 
d’una aplicació Web hauria de ser capturat en un o més documents 
d’hipertext, residint tant en el client com en el servidor. 
 
REST posa l’èmfasi en els recursos, o substantius, especialment en els noms 
que se’ls hi assigna a cada tipus de recursos. Per exemple, una aplicació REST 
podria definir alguns tipus de recursos als quals se’ls por assignar aquests 
noms: 
 
- Usuari {} 
- Localització {} 
 
Cada recurs tindria el seu propi identificador com, per exemple, 
http://www.example.org/locations/us/ny/new_york_city. Els clients treballarien 
amb aquest recursos a través de les operacions estàndards d’HTTP, com GET 
per descarregar una còpia del recurs. Cada objecte té la seva pròpia URL i pot 
ser fàcilment copiat i guardat com a marcador. POST s’utilitza per lo general 
per les accions amb efectes laterals, com enviar una ordre de compra o afegir 





Fig. 6.3 Mètodes per les crides dels serveis web REST 
 
  
6.2 Serveis i crides implementats 
6.2.1 Serveis web SOA utilitzats 
 
Per poder efectuar els pagaments s’han definit una sèrie de serveis que 
s’encarregaran de realitzar les funcions necessàries. 
 
Hem utilitzat quatre serveis SOAP a l’aplicació: 
 
- PagarMenuRestaurante: Ens permet fer el pagament del menú del 
migdia al restaurant, tant amb la targeta TUI com amb un dispositiu NFC, 
prèviament registrat. Les entrades que utilitzarem per aquest servei web 




















Fig. 6.5 Sortides servei web SOA PagarMenúRestaurante 
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- PagarRestaurante: Ens permet fer el pagament de qualsevol tipus de 
producte al restaurant, tant amb la targeta TUI com amb un dispositiu 
NFC, prèviament registrat. Les entrades que utilitzarem per aquest 
servei web són les que podem veure a la Fig. 6.6 y les sortides les veiem 


















Fig. 6.7 Sortides servei web SOA PagarRestaurante 
 
 
- RegistrarDispositivoNFC: Ens permet registrar el nostre dispositiu NFC a 
la base de dades, a través de la targeta TUI i el dispositiu NFC. Les 
entrades que utilitzarem per aquest servei web són les que podem veure 
























Fig. 6.9 Sortida servei web SOA RegistrarDispsitivoNFC 
 
 
- CargarSaldo: Ens permet fer una recàrrega de saldo, tant amb la targeta 
TUI com amb un dispositiu NFC, prèviament registrat. Les entrades que 
utilitzarem per aquest servei web són les que podem veure a la Fig. 6.10 
y les sortides les veiem a la figura Fig. 6.11. 
 

















Fig. 6.11 Sortida servei web SOAP CargarSaldo 
 
 
6.2.2 Crides SOAP 
 
Per saber quines funcions utilitza un servei SOAP necessitarem un fitxer WSDL 
que consisteix en un fitxer XML on s’inclou una descripció del servei web amb 
les funcions i els detalls de com s’ha d’utilitzar. 
 
Aquest fitxer WSDL ens el proporciona ESADE i mitjançant el Visual Studio 
podem veure les classes i els objectes que podem utilitzar per realitzar les 
crides. 
 
En aquest WSDL podem trobar diferents funcions que ja tenen implementades 
com el de pagar reprografia o el de pagaments mitjançant la TUI. En el nostre 





            
client.ClientCredentials.UserName.UserName 
= "username"; 




header.usernameESADE = "username"; 
 
input.miFare = "5AD152B0"; 





Fig. 6.12 Crida a servei SOAP (en C#) 
 
Utilitzant els objectes necessaris i informant els paràmetres necessaris podem 
crear una capçalera (header) i un cos (input) per fer la crida i obtenir una 
resposta. 
 
Tot i haver implementat la crida ens vam trobar amb un problema de 
compatibilitat, a l’hora de carregar el WSDL mitjançant Visual Studio 2008 no 
permet el Web Service Security i per tant no obtenim resposta del servei. 
 
 
6.2.3 Crides REST 
 
Un cop programades les crides del servei web SOAP, hem trobat que la versió 
del Visual Studio amb la qual estàvem programant no ens permetia utilitzar el 
Web Service Security que utilitzaven en els serveis SOAP d’ESADE i, per tant, 
no podíem fer les crides des de l’aplicació.  
 
Es van plantejar diferents solucions i, al final, parlant-ho amb ESADE, vam 
arribar a la decisió de fer els serveis mitjançant REST en comptes dels serveis 
SOAP que havíem planejat. 
  
Els serveis que utilitzarem seran els mateixos que teníem pensats utilitzar amb 
SOAP, incloent les mateixes entrades i sortides, l’únic que canviarem serà la 
manera d’implementar-los en l’aplicació. 
 
Per comunicar-nos amb un servei REST ho podem fer mitjançant dos mètodes: 
 
GET: Les peticions GET es codifiquen com a una URL i permet copiar i 
enganxar aquesta URL per compartir les dades amb altres persones. A més, 
les peticions GET es poden guardar o fins i tot manipular canviant els 
paràmetres de la URL. 
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WebRequest req = WebRequest.Create(@"http://servei.com/get?ID="+ID); 
req.Method = "GET"; 
 
 
Com es pot veure, els paràmetres (en aquest cas l’ID) queda públic a la URI i 
qualsevol podria accedir-hi. 
 
POST: Les peticions POST, en canvi, s’utilitzen en usos més segurs ja que de 
la mateixa manera que les dades de les peticions GET estan a la vista, POST 
amaga aquestes dades i evita que siguin fàcilment detectables. A més, al no 




string uri_servicio = "http://servei.com/"; 
             
Uri address = new Uri(uri_servicio); 
HttpWebRequest request = WebRequest.Create(address) as HttpWebRequest; 
request.Method = "POST"; 
 
 
StringBuilder data = new StringBuilder(); 
data.Append("tag_id=" + ID); 
data.Append("&importe_value=" + importe); 
data.Append("&MAC_ID=" + MAC); 
 
 
Com es pot veure necessitem una URI destí on es trobi el servei i indicar els 
paràmetres que aquell servei necessitarà però sense fer públics aquests 
paràmetres. 
 
En el nostre cas, al utilitzar pagaments en el que s’envien peticions amb dades 




WebRequest req = WebRequest.Create(@"https://desservicebus.esade.edu" 
+ "/soa/interno/PagosTUI_REST/" + "v01_00?operacion=pagarMenu" + 
"&terminal=123&imei=9087654CBAF"); 
 
req.Credentials = new NetworkCredential(user, pass); 
req.Method = "GET"; 
HttpWebResponse resp; 
 
ServicePointManager.CertificatePolicy = new 
TrustAllCertificatePolicy(); //Al ser https hem d'acceptar els  
      certificats. 
 
resp = req.GetResponse() as HttpWebResponse; 
 
  





  <v01:resultadoServicio> 
    <v011:codigoResultado>0</v011:codigoResultado> 
    <v011:descripcionResultado> 
      <v011:elementoIdioma> 
        <v011:codigoIdioma>ESP</v011:codigoIdioma> 
        <v011:texto>La operacion se ha realizado correctamente</v011:texto> 
      </v011:elementoIdioma> 
    </v011:descripcionResultado> 




En el que es pot veure un codi del resultat obtingut, amb el valor “0” si tot ha 
funcionat correctament, i un text on s’explica el resultat obtingut. 
 
  
6.3 Configuració de la base de dades 
 
Per poder implementar els serveis web que hem esmentat anteriorment, hem 
hagut d’afegir taules a la base de dades, ja que hi havia entrades que abans de 
configurar el terminal pel pagament amb la targetes moneder RFID i el 
pagament per NFC amb mòbil, no es necessitaven els identificadors que 
identifiquen els terminals mòbils. 
 
Segons la relació entre les quals les diferents taules comparteixen camps es 
poden establir diferents relacions. En el nostre cas hem establert relacions 1:n 
entre les diferents taules que consisteix en que tenim dos taules i cada registre 
de la taula A correspon a varis registres de la taula B, però, al revés, cada 




























Les taules que tenien configurades a ESADE per fer el pagaments amb el 
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Taula 6.1. Taula “Usuarios” de la base de dades. 
 
Usuarios 
Field Type Null Key Default 
 id_usuario             decimal(12,0)   NO     PRI            
 saldo                  decimal(12,2)   NO                    
 id_carnet              varchar(8)      YES    UNI   NULL     
 codigo_barras_carnet   int(11)         NO                    
 nombre                 char(100)       YES          NULL     
 apellido1              char(100)       YES          NULL     
 apellido2              char(100)       YES          NULL     
 dni                    char(20)        YES          NULL     
 telefono_fijo          varchar(15)     YES          NULL     
 telefono_movil         varchar(15)     YES          NULL     
 fax                    varchar(15)     YES          NULL     
 email                  char(100)       YES    UNI   NULL     
 nacionalidad           char(20)        NO                    
 permisos_pago          tinyint(1)      NO                    
 activo                 tinyint(1)      NO          0 
 credito                tinyint(1)      NO          0 
 fecha_credito          date            YES          NULL     
 centro_coste           varchar(10)     YES          NULL     
 centro_coste_tr        varchar(10)     YES          NULL     
 tipo_usuario           tinyint(2)      NO                    
 pasar_cargos           tinyint(1)      NO                    
 revisarFoto            tinyint(1)      YES         0 
 mifare                 varchar(16)     YES    UNI   NULL     
 correo                 varchar(100)    YES    MUL   NULL     
 desParking             tinyint(1)      NO          0 
 id_tempo               varchar(6)      YES          NULL     
 id_corto               varchar(25)     YES    MUL   NULL     
 jcop                   varchar(12)     YES    UNI   NULL     
 derecho_tui            tinyint(1)      YES         0 
 nombre_completo        varchar(60)     NO                    
 parking_gratis         tinyint(1)      NO          0 
 dentro_parking         tinyint(1)      NO          0 
 
 
Taula 6.2. Taula “Historico_movimientos” de la base de dades 
 
historico_movimientos 
Field Type Null Key Default 
 id_movimiento           int(11)         NO     PRI   NULL     
 codigo_movimiento       varchar(2)      NO     MUL            
  
 id_usuario              decimal(12,0)   YES    MUL   NULL     
 saldo_anterior          decimal(10,2)   NO                    
 importe_usuario         decimal(10,2)   NO                    
 importe_esade           decimal(10,2)   NO                    
 concepto                char(50)        NO                    
 num_abonado             int(11)         NO     MUL            
 num_terminal            varchar(12)     NO                    
 aceptado                int(1)          NO                    
 tiempo                  datetime        NO     MUL            
 centro_coste            int(11)         YES          NULL     
 fecha_anulado           datetime        YES          NULL     
 id_movimiento_anulado   int(11)         NO                    
 trama                   varchar(15)     YES          NULL     
 facturado               tinyint(1)      NO          0 
 liquidado               tinyint(1)      NO          0 
 tipo_usuario            tinyint(2)      YES          NULL     
 
 
Taula 6.3. Taula “terminales” de la base de dades 
 
Terminales 
Field Type Null Key Default 
 num_terminal      varchar(12)   NO     PRI            
 num_abonado       int(11)       NO     MUL            
 concepto          varchar(20)   NO                    
 tipo_movimiento   varchar(2)    NO          0 
 operacion_fija    int(1)        NO          0 
 activo            tinyint(1)    NO          0 
 creador           tinyint(1)    NO          0 
 
 
Taula 6.4. Taula “abonados” de la base de dades 
 
Abonados 
Field Type Null Key Default 
 num_abonado        int(11)       NO     PRI            
 nif                char(9)       NO                    
 direccion          char(30)      NO                    
 nombre             varchar(50)   NO                    
 telefono           varchar(13)   YES          NULL     
 persona_contacto   varchar(30)   YES          NULL     
 ubicacion          varchar(13)   YES          NULL     
 email              varchar(40)   NO                    
 activo             tinyint(1)    NO          0 
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Taula 6.5. Taula “tipus_movimiento” de la base de dades 
 
tipos_movimiento 
Field Type Null Key Default 
 codigo_movimiento    varchar(2)      NO     PRI            
 concepto             char(50)        YES          NULL     
 porcentaje_usuario   decimal(7,4)    NO                    
 porcentaje_esade     decimal(7,4)    NO                    
 importe_fijo         decimal(10,2)   NO                    
 tipo_usuario         tinyint(2)      NO                    
 
 
A més, amb la implementació dels dispositius NFC, també s’ha hagut d’afegir 




Taula 6.6. Taula “registro_dispositivos” de la base de dades 
 
registro_dispositivos 
Field Type Null Key Default 
 id_registro   int(11)         NO     PRI   NULL               
 id_usuario    decimal(12,0)   NO                              
 imei          varchar(32)     YES          NULL               
 activo        decimal(1,0)    YES          NULL               
 fecha         timestamp       NO           CURRENT_TIMESTAMP  
 
 
Utilitzant els serveis web, i després de realitzar diferents accions amb els 
paràmetres d’entrada, es realitzen les corresponents consultes o accions a la 
base de dades per poder dur a terme el pagament i deixar-lo enregistrat. 
  
7. CONCLUSIONS 
7.1 Objectius aconseguits 
 
Una vegada acabat el projecte, podem veure els objectius que hem pogut 
complir dels que ens havíem proposat. D’una manera més genèrica, l’objectiu 
de configurar i programar un TPV l’hem aconseguit, sent capaços d’identificar 
les targetes corporatives utilitzades a ESADE, identificar els dispositius mòbils 
mitjançant NFC i implantar la nostra aplicació a l’estructura d’ESADE per poder 
dur a terme els pagaments, per tant, podem dir que els objectius plantejats al 
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7.2 Problemes trobats 
 
Durant el desenllaç del projecte ens hem anat trobant en diferents problemes 
que ens han dificultat el procés: 
 
- El codi d’identificació NFC de la majoria de dispositius Android no és 
fixe, sinó que és aleatori i ens feia impossible poder relacionar aquests 
codis amb un usuari concret, gràcies a l’emulació de tags HCE hem 
pogut identificar els usuaris mitjançant l’NFC Android.  
 
- La versió d’Android 4.4, i amb ella també l’emulació de tags HCE, era 
molt recent cosa que ens dificultava la recerca d’informació o la consulta 
de projectes semblants que ens poguessin ser d’ajuda o anar un pas 
endavant. Això ens va causar problemes que van acabar fent que 
aquesta part del projecte s’allargués més del que esperàvem. 
 
- El Visual Studio 2008 utilitzat en el nostre cas no suporta la seguretat a 
SOAP (Web Service Security) i ens ha causat una incompatibilitat amb la 
infraestructura d’ESADE que hem solucionat utilitzant serveis REST. 
 
- Tot i que el TPV escollit compleix tots els requisits, ens hem trobat amb 
un problema que no esperàvem i és que el lector RFID està situat a la 
part del darrera, cosa que dificulta el pagament amb targetes o 
dispositius mòbils. La versió SMART d’aquest mateix model sí que inclou 





Un cop acabat aquest projecte i amb l’experiència obtinguda podríem donar 
unes recomanacions a seguir en el cas que algú s’involucrés en un projecte 
similar. 
 
Una d’elles que ens ha afectat bastant és en quant a compatibilitats, en el 
nostre cas hem treballat en diferents tecnologies que tot i semblar, a primera 
vista, compatibles, a mida que hem anat avançant ens han donat problemes.  
 
La utilització de varies tecnologies permet tenir una aplicació més dinàmica i 
oberta que interactuï amb diferents sistemes per donar, així, una gran 
possibilitat a diferents funcionalitats o aplicacions. A més, hi ha serveis que 
faciliten la interacció entre elles, com poden ser els serveis SOA. Tot i així, s’ha 
d’anar en compte a l’hora de barrejar tecnologies i assegurar-se prèviament, al 
màxim possible, que siguin compatibles per evitar futurs problemes que 
impedeixin el funcionament conjunt  
 
També, i en el cas d’utilitzar tecnologies recents, s’ha de tenir constància que 
segurament la documentació que hi haurà serà breu i, en cas de trobar 
problemes, costarà trobar casos similar o algú altre que també s’hi hagi trobat 
  
en la mateixa situació i et pugui donar un cop de mà. Per tant, s’haurà de 
planejar un temps extra d’investigació. 
 
En el cas de les tecnologies utilitzades ens han respost prou bé en quan el seu 
funcionament: 
 
- Tot i no conèixer gaires tipus de targetes RFID, les utilitzades en el 
nostre cas (MIFARE Classic) han resultat eficients i còmodes d’utilitzar i 
no ens han donat problemes a l’hora de la seva identificació. 
- La tecnologia Host-based Card Emulation és una tecnologia que ens ha 
semblat molt pràctica i que creiem que podria ser utilitzada en molts 
àmbits com a sistema d’identificació, de pagament o, fins i tot, 
d’intercanvi d’informació amb dispositius mòbils, i podria estalviar portar 
una (o varies) targetes a sobre. 
- L’arquitectura SOA és una arquitectura molt pràctica per tractar diferents 
serveis però entre SOAP i REST ens decantaríem per serveis REST per 
la seva senzillesa i adaptabilitat a l’hora de desenvolupar i integrar en 
diferents sistemes.  
 
 
7.4 Millores tècniques i futures ampliacions 
 
Un cop acabat el projecte hem pensat en diferents millores o futures 
ampliacions que millorarien el rendiment i la robustesa d’aquest projecte: 
 
Idiomes: Utilitzant el fitxer *.config es poden crear diferents fitxers que permetin 
utilitzar varis idiomes. 
 
Aplicació més personalitzable: Gràcies al fitxer *.config que permet carregar 
configuracions de l’aplicació des d’un fitxer extern, es podria millorar aquest 
sistema per poder modificar la disposició dels botons, les imatges a mostrar, 
etc. 
 
Registre: Incorporació d’un mecanisme de registre de dispositius Android al 
sistema aprofitant la mateixa aplicació Android, sense necessitat d’utilitzar un 
TPV. 
 
Seguretat: Tot i que els moviments de saldo que es fan amb els pagaments no 
són gaire elevats, es podrien utilitzar mecanismes de seguretat, com un PIN, 
per fer el sistema més segur. 
 
Terminal: A part del problema del lector RFID esmentat a l’apartat 7.2 també 
ens hem adonat que el teclat del terminal no s’utilitza i es podria escollir un altre 
terminal sense teclat que disminuís les seves dimensions. 
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