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Resume 
Dans ce memoire, on presente un interferometre a tres long delai conc,u et fabri-
que pour application en cryptographic quantique par DPSK a 100 Mbit/sec. II est 
egalement concu pour une stabilite thermique sur la plage de 22,5°C a 23,5°C et une 
insensibilite totale a la polarisation. La stabilite thermique est fondee sur l'utilisation 
d'une fibre dopee au phosphore dans l'une des branches de rinterferometre afin de 
compenser l'effet thermo-optique de l'autre branche, fabriquee de fibre SMF-28. On 
montre que pour un interferometre de 100 Mbit/sec (AL = 2,042 m), on doit utiliser 
20,419 m de fibre dopee au phosphore pour compenser 18,377 m de fibre SMF-28. 
Ceci mene a l'enroulement des branches et done a une sensibilite a la polarisation. 
Afin d'eliminer cette dependance, on propose une geometrie d'enroulement telle que 
la difference de longueur des branches corresponde a un multiple entier de la longueur 
de battement de polarisation. 
A cause de la tres longue difference de marche de rinterferometre, sa caracterisation 
a necessite l'elaboration d'une technique fondee sur une petite modulation de phase 
pour explorer la pente locale de la reponse de rinterferometre. En appliquant cette 
technique, on a obtenu un interferometre temporairement stable autour de 22,6°C. 
L'hypothese est que l'aspect temporaire de cette stabilite soit relie a l'absorption 
d'humidite par la gaine polymerique des fibres. De plus, les resultats obtenus mon-
trent une insensibilite en polarisation, mais montrent egalement que le modele utilise 
pour la determination de la forme de l'enroulement n'est que qualitativement precis 
et doit done etre etalonne. 
V 
Abstract 
In this Masters thesis, we present an all-fibre interferometer designed and built for 
use in DPSK based quantum key distribution at a rate of 100 Mbit/sec. As well, the 
interferometer is designed for thermal stability over the range of 22.5°C to 23.5°C 
and for polarisation insensitive visibility. Thermal stability is based on the use of 
a phosphorus doped fibre in one branch of the device in order to compensate the 
thermo-optic effect of the other branch, made of SMF-28. We show that for a 100 
Mbit/sec interferometer (AL = 2.042 m), this requires 20.419 m of phosphor doped 
fibre to compensate for 18.377 m of SMF-28 fibre. This leads to the winding of the 
branches, and thus to a polarisation dependence. To eliminate this dependence, a 
winding geometry is proposed such that the branch length difference is a multiple of 
the polarisation beat length. 
Conventionnal characterisation methods cannot be used to test an interferometer 
of such long delay. Thus, a method based on the use of a small phase modulation 
was elaborated to locally measure the slope of the interferometer response function. 
Using this technique, we obtained an interferometer temporarily stable near 22.6°C. 
We hypothesize that the loss of stability is related to the absobtion of humidity in 
the fibre protective polymer coating. As well, results obtained show that polarisation 
insensitivity is acheived, but also that the model used to determine the winding 
geometry is merely qualitatively accurate and must be calibrated. 
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Introduction 
La cryptographie quantique est une technique de protection du secret dans les 
telecommunications. Elle porte le nom quantique au fait que ce type de cryptographie 
est base sur les lois de la mecanique quantique. II s'agit done d'une technique unique 
en cryptographie car elle est fondee sur les lois fondamentales de la physique. 
Depuis ses debuts, l'etude de la cryptographie quantique se trouve a la croisee de 
la science informatique et de la physique. Or, son utilisation plus repandue dans le 
telecommunications requiert le developpement de technologies specifiquement creees 
pour la realisation des ces protocoles. 
Comme nous le verrons, presque tout les protocoles font appel a une operation 
d'interferometrie afin d'extraire l'information que peut porter la phase d'un pho-
ton. Malheureusement, les interferometres tout-fibre souffrent normalement de deux 
problemes d'instabilite qui les rendent souvent inoperants : ils sont tres sensibles a la 
temperature et a la polarisation. Pour contourner le probleme de la polarisation, des 
chercheurs ont elabore des schemas de cryptographie bases sur des miroirs de Faraday 
[1]. De plus, pour eviter le probleme d'instabilite en temperature, plusieurs chercheurs 
ont utilise des interferometres issus de la microfabrication. Malheureusement, ceci ap-
porte un nouveau probleme, celui des pertes d'insertion tres elevees ce qui equivaut, en 
cryptographie quantique, a une diminution de la distance de transmission securitaire. 
Dans ce memoire, on presente un interferometre tout-fibre a tres long delai adapte 
pour l'utilisation dans un protocole de cryptographie quantique par encodage de 
phase. En plus d'offrir des pertes d'insertion presque negligeables, celui-ci vise a etre 
2 
insensible a la fois polarisation et a la temperature. 
Afin de justifier les specifications pour l'mterferometre, le premier chapitre decrit 
les rudiments de la cryptographie quantique et en particulier la cryptographie quan-
tique par encodage de phase. Le second chapitre presente les methodes a la base du 
design et de la fabrication de Finterferometre. Le troisieme chapitre illustre la tech-
nique utilisee pour caracteriser Finterferometre. Finalement, on presente au chapitre 




La cryptographie quantique 
Ce chapitre decrit quelques notions theoriques a la base de la cryptographie quan-
tique. II y est egalement expose la maniere dont ces notions s'expriment sous forme 
de protocoles, et comment ceux-ci ont ete realises experimentalement. Finalement, le 
protocole de cryptographie quantique par DPSK (differential phase shift keying) sera 
traite plus en detail arm d'elaborer sur les enjeux lies a la technologie interferometrique 
qui est le sujet de ce memoire. 
1.1 Les limitations de la cryptographie classique 
La cryptographie classique est tres repandue dans les telecommunications moder-
nes. Ainsi, l'internaute use de cryptographie lorsqu'il transige avec la banque, lorsqu'il 
transmet un numero de carte de credit, par exemple. La cryptographie protege l'usager 
contre l'interception indesirable de cette information. 
Sur internet, le protocole de securite generalement utilise est le protocole RSA1. 
Sa popularity est reliee au fait qu'il se realise tres facilement en pratique : les clefs 
de dechiffrement (information permettant d'obtenir le message a partir du cryp-
togramme) peuvent etre echangees a distance, sans compromettre la securite. 
2Ce protocole est decrit en detail a l'annexe C. 
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La securite de ce protocole est basee sur la difficulte du probleme qu'aurait a 
resoudre un espion afin de dechiffrer un cryptogramme. En effet, celui-ci doit fac-
toriser un tres grand nombre en deux facteurs premiers, eux memes tres grands. Or, 
il n'existe aucune methode, soit numerique, soit analytique pour resoudre ce probleme 
efficacement. De maniere generale, la solution a ce probleme est l'affaire de plusieurs 
annees de calcul sur un ordinateur moderne. Done, ce protocole garantit une securite 
acceptable pour de nombreuses applications. 
Cependant, la recherche continue pour trouver des algorithmes de factorisation 
de plus en plus efficaces. Qui plus est, une decouverte en mathematique analytique 
pourrait du jour au lendemain rendre ce protocole inutilisable. 
Or, depuis 1932, il existe un protocole offrant une securite parfaite au sens de 
la theorie de l'information2. En effet, Shannon [2] a propose un protocole nomine 
masque jetable accompagne d'un formalisme par lequel il a demontre que ce protocole 
est d'une securite absolue3. 
Malheureusement, ce protocole est relativement peu utilise. Sa faiblesse tient au 
fait que chaque clef ne peut etre utilisee plus d'une fois (d'ou le nom masque jetable), 
et qu'il n'existe aucun moyen classique permettant d'echanger des clefs a distance 
(sauf en faisant appel a un tiers fiable). Inversement, s'il etait possible d'echanger 
des clefs a distance, les participants a la communication4 pourraient echanger leur 
message dans un secret absolu. 
Or, la cryptographie quantique est justement un protocole permettant l'echange 
de clefs cryptographiques a distance, en utilisant les lois de la physique quantique. 
II est utile a ce stade-ci de remarquer que l'expression cryptographie quantique 
est quelque peut trompeuse puisque cette technique s'insere dans un protocole de 
cryptographie entierement classique (le masque jetable). La partie proprement quan-
2Voir l'annexe A pour une description detaillee sur l'application de la theorie de Pinformation a 
la science cryptographique. 
3Voir l'annexe B pour une description detaillee du protocole du masque jetable. 
4Les participants a une communication encryptee sont communement appeles Alice et Bob. II 
existe egalement le personnage de l'espion, nominee Eve. 
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tique dans la cryptographie quantique est le protocole de distribution de la cle cryp-
tographique entre les participants legitimes a la communication. Pour cette raison, il 
existe une expression anglaise alternative pour decrire la cryptographie quantique : 
Quantum Key Distribution ou QKD. Dans ce texte, on utilisera l'acronyme QKD 
pour faire reference au sens implicite du terme cryptographie quantique. 
1.2 La distribution quantique de clefs 
Cette section decrit comment sont utilisees les lois de la mecanique quantique 
dans la construction des algorithmes de distribution quantique de clefs. Plus particu-
lierement, on y presente l'algorithme BB84 et l'algorithme de QKD par DPSK. On y 
demontre notamment la maniere dont on peut utiliser les lois de l'optique quantique 
pour realiser concretement ces protocoles. 
1.2.1 Algorithme BB84 
Le protocole BB84 fut publie en 1984 par Gilles Brassard et Charles H. Bennett [3]. 
II s'agit de Particle fondateur du domaine de recherche qu'est la cryptographie quan-
tique. 
Soient deux ensembles d'etats quantiques5, B+ — (|0+), |1+}} et Bx — {|0X}, | l x )} 
. Les etats |0+) et |1+) sont orthonormes, tout comme |0X) et | l x ) de telle sorte que les 
ensembles B+ et Bx forment chacun une base. De plus, les bases Bx et B+ sont dites 
maximalement conjuguees de sorte que l'application d'un operateur de mesure de 
l'une des bases sur un etat dans l'autre base produit un resultat totalement aleatoire. 
5I1 n'est pas necessaire de specifier ce que represente physiquement ces etats quantiques, le pro-




l ( 0 + | 0x } |=2 
2 1 
i < o + i i x > r = 2 
l ( l + | 0x) |
2 = ^ 
l ( l + | l x ) |
2 = ^ 
Le protocole procede done comme suit. 
1. Alice prepare un etat 0 ou 1 code dans l'une des deux bases choisie aleatoirement 
(par exemple, elle choisit aleatoirement entre |0+) et |0X}) et transmet le qubit 
produit a Bob via un canal public. 
2. Bob mesure le qubit regu dans l'une des deux bases, egalement choisie aleatoire-
ment. S'il a choisi la meme base qu'Alice, alors la mesure qu'il effectue devrait 
certainement etre l'etat (0 ou 1) qu'a transmis Alice. S'il n'a pas choisi la meme 
base, alors il mesure soit un 0 soit un 1 avec une probability egale. 
3. Bob indique a Alice, par une transmission classique et par voie publique, la base 
dans laquelle il a fait sa mesure, sans divulguer le resultat de cette mesure. Alice 
repond publiquement a Bob si oui ou non elle a code son etat dans la meme 
base que Bob a utilisee pour sa mesure. Si oui, Bob conserve le bit mesure, et 
Alice fait de meme. Sinon, le bit n'a absolument aucune valeur informationnelle 
et n'est pas conserve par les participants. 
4. Les etapes 1 a 3 sont repetes jusqu'a l'obtention d'une sequence de bits K, 
conservees plus longue que le texte clair P E V qu'Alice veut transmettre a 
Bob6. 
6Ceci est pour permettre l'implementation des algorithmes de correction d'erreur et d'amplifica-
tion du secret qui reduisent considerablement la longueur de la sequence de bits que possedent Alice 
et Bob. 
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5. Alice et Bob devoilent publiquement une fraction de leur sequence de bits afin 
d'en calculer le taux d'erreur quantique (QBER7). 
6. Alice et Bob appliquent un algorithme de correction d'erreurs afin de compenser 
pour toute erreur de transmission sur le canal quantique. 
7. Alice et Bob appliquent un algorithme d'amplification du secret[4] afin de reduire 
l'information que pourrait posseder Eve a zero. 
Par la suite, Alice utilise la sequence de bits que se partagent desormais Alice et Bob 
comme clef K dans un l'algorithme du masque jetable pour transmettre a Bob son 
message P. 
Si Eve ne possede aucune information sur K, alors le systeme cryptographique 
est d'une securite parfaite au sens de la theorie de l'information. Inversement, si Eve 
possede une information, meme partielle, sur K, la securite du protocole est fortement 
affaiblie. Ainsi, la securite et l'utilite du protocole BB84 depend de sa capacite a ne 
laisser fuir aucune information sur K a Eve. 
Eve, bien sur, tente par tous les moyens de decouvrir quoi que ce soit sur les 
qubits8 que s'echangent Alice et Bob. La securite dans le protocole BB84 reside dans 
le fait qu'un espion ne peut manipuler des etats quantiques sans les perturber. Ainsi, 
de fagon generale, tout effort par Eve pour intercepter les qubit qu'envoi Alice sera 
apparent dans le taux d'erreur quantique (le QBER). Avec cette information, Alice 
et Bob peuvent detecter la presence d'Eve. En pratique, Alice et Bob se donneront 
un seuil, le QBERma;c, au dela duquel le QBER est tel qu'il est possible qu'Eve 
ait espionne le canal quantique. Dans ce cas, Alice et Bob jugeront que leur canal 
quantique n'est pas sur et par consequent que la clef echangee ne Test pas non plus. 
II ne s'en serviront done pas pour encoder le texte clair. 
7De l'anglais quantum bit error rate. 
8On nomme qubit tout objet dont l'etat quantique est representatif d'une information. 
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1.2.2 Taux de generation de clef securisee 
Le taux de generation de clef securisee, R, est defini comme etant le taux avec 
lequel on peut obtenir des bits de clef securises. II est variable en fonction du pro-
tocole de QKD, de correction d'erreurs et d'amplification du secret, ainsi que des 
caracteristiques physiques du systeme. C'est egalement le moyen par lequel on peut 
etudier et comparer les protocoles et les systemes. II est bien sur preferable d'obtenir 
le taux R le plus eleve possible. 
Pour le protocole BB84, lorsqu'on utilise des "impulsions faible" (voir la section 
1.3.2), l'existence de l'attaque nominee photon number splitting attack(P~NS) fait en 
sorte que l'efncacite de transmission r)T se doit d'etre telle que [5] 
r)T > 1\faTBlr]B (1.1) 
ou ds est le taux de production de comptes au detecteur en absence de signal (en 
anglais : dark count rate) et TJB est l'efficacite quantique du detecteur. De plus, cette 
equation suppose que Ton a optimalement choisi n = 2\fd~s. On montre [6] que cela 
est equivalent a un taux de generation de clef securisee R donnee par 
#BB84 = fr^vlVT (1-2) 
Ainsi, le taux de generation securitaire de la clef chute avec les pertes du canal au 
carre, done avec la distance au carre. Eventuellement, ce taux s'approchera de zero 
asymptotiquement en fonction de la distance I. En effet, en fonction des pertes de la 
fibre Te (en dB/km) et de d'autres pertes constantes Tc (en dB), le taux d'efficacite 
de transmission est de 
rjr = I O - ^ + ^ A 0 (1.3) 
ce qui montre que la distance de transmission £ est tres rapidement reduite par les 
pertes de la fibre et les autres pertes constantes de montage. 
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1.3 La QKD par DPSK 
Cette section presente une methode de QKD techniquement plus simple a realiser 
que le BB84, sans compromettre la securite. Dans un premier temps, il est necessaire 
d'illustrer une methode de telecommunication classique connue sous l'acronyme DPSK. 
Ensuite, un protocole de QKD utilisant le DPSK est expose. Sui une analyse de sa 
securite. 
1.3.1 La telecommunication par DPSK 
L'acronyme "DPSK" refere a un protocole de telecommunication classique nomme 
Differential Phase Shift Keying. Celui-ci code l'information a communiquer dans le 
dephasage entre deux impulsions lumineuses consecutives. Par exemple, si le dephasage 
entre deux impulsions est de 0 ou n, le bit correspondant est 0 ou 1 respectivement. 
Souvent, les reseaux de telecommunication differencient le 0 ou le 1 par leur inten-
site : le 0 possede une intensite plus faible (ou nulle) que le 1. Les bits sont ainsi regus 
par des detecteurs optiques et le signal optique est transform^ en signal electrique 
(numerique). Toute intensite detectee au dela d'un certain seuil correspond a un 1 
en deqk d'un autre seuil a un zero. Pour inserer la telecommunication optique par 
DPSK dans ce schema, il est done necessaire de traduire la phase entre les impulsions 
consecutives en intensite faible (0) ou forte (1). Or, cette operation est bien con-
nue en optique : toute operation qui traduit la phase en intensite est une operation 
d'interferometrie. Dans le cadre du protocole DPSK, un interferometre de type Mach-
Zehnder est utilise. 
1.3.2 Les impulsions faibles 
Par analogie avec la methode DPSK classique, on peut egalement appliquer le 
meme protocole de communication dans une limite quantique. Or, cette limite corres-
pond au cas ou les impulsions sont dites faibles. Cela refere a la limite ou l'intensite des 
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impulsions est telle que la description quantique du rayonnement devient necessaire. 
On realise simplement les impulsions faibles en attenuant tres fortement les im-
pulsions d'un laser, auquel cas la description correcte de cette radiation se fait au 
moyen du formalisme des etats coherents9. On peut montrer qu'un etat coherent cor-
respond a une superposition d'etats nombres distribues sur l'espace des nombres de 
photons n selon une loi de probabilite poissonienne. Ainsi, un etat coherent possede 
un nombre non determine de photons. En revanche, on peut pleinement decrire un 
etat coherent en specifiant le nombre moyen de photons, note n, qui est directement 
relie a Famplitude du champ electrique de l'onde electromagnetique classique. Ainsi 
dans le formalisme de l'etat coherent, l'attenuation du laser correspond a l'abaisse-
ment de n. Generalement, une impulsion faible possede un nombre moyen de photons 
de l'ordre de n ~ 0,01. En moyenne done, pour un tel train d'impulsions, seul une 
impulsion sur cent possede un photon, les autres sont "vides" avec une amplitude qui 
correspond a l'etat du vide10. 
Les impulsions faibles conservent toutes les proprietes de la radiation laser clas-
sique, incluant le fait que Ton peut leur attribuer une phase qui se manipule de 
maniere semblable a celle d'une impulsion non faible. On peut done les manipuler 
selon les prescriptions du protocole DPSK, incluant l'interference. 
1.3.3 Le protocole de QKD par DPSK 
Puisque le protocole de QKD par DPSK est congu pour produire des manipula-
tions techniquement realisables, il importe de decrire le protocole en fonction de ces 
manipulations et des elements technologiques qui les realisent. Un montage typique 
de QKD par DPSK est presente a la figure 1.1. 
Alice possede un laser (source de lumiere coherente), un modulateur de phase et 
9Pour une description plus complete de l'etat coherent, incluant une justification pour son utili-
sation pour decrire la radiation laser, voir Fannexe A section 2. 



















F I G . 1.1 - Montage typique de QKD par DPSK. 
un attenuateur. Bob possede un interferometre de Mach-Zehnder et deux detecteurs 
optiques places a chaque branche de sortie de l'interferometre. Entre Alice et Bob, 
une fibre optique est utilisee comme voie de transmission. Le laser produit un train 
d'impulsions regulier dont Bob connait la periode11. 
L'algorithme procede comme suit : 
1. Alice choisi aleatoirement une phase 95 £ {0,7r}, utilise sont modulateur de 
phase pour l'appliquer sur une impulsion. 
2. Alice repete cette meme operation pour l'impulsion suivante, de sorte que le 
dephasage entre ces deux impulsions est 0 ou n, aleatoirement. Elle memorise 
cette valeur dans un lieu sur. 
3. Ces deux impulsions sont fortement et egalement attenuees par l'attenuateur 
d'Alice, de sorte que ces impulsions deviennent des impulsions faibles avec n < 1 
4. Les impulsions faibles se propagent dans la fibre vers l'interferometre de Bob. 
Cet interferometre est tel que le delai AL entre les deux branches correspond 
11 Alice et Bob peuvent par exemple se partager, classiquement, un signal d'horloge. 
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exactement au delai entre les deux impulsions de sorte que l'interference se fait 
toujours entre deux bits consecutifs. Si la phase entre les impulsions est de 0, 
l'interference sera constructive au detecteur DO alors qu'elle sera constructive a 
Dl si la phase est de IT. 
5. Puisque n < 1, pour la plupart du temps, ni DO ou ni Dl n'enregistre de signal 
"click"). Lorsqu'il y a un click, Bob enregistrera de quel detecteur il provient 
ainsi que 1'instant U de ce click. 
6. Bob annonce publiquement qu'il a enregistre un click et publie l'instant t^ de 
detection (mais conserve secret le detecteur qui a enregistre le click). 
7. Alice sait quelle phase elle avait choisi et applique sur les impulsions qui corre-
spondent au moment ti et peut done savoir le resultat (0 ou 1) de la mesure de 
Bob. Elle conserve alors ce bit. Bob fait de meme. 
8. Les etapes 1 a 7 sont repetees jusqu'a ce que la sequence de bits K conservee par 
Alice et Bob soit plus longue que le texte clair P G V qu'Alice veut transmettre 
a Bob. 
9. Alice et Bob devoilent publiquement une fraction de leur sequence de bits afin 
d'en calculer le taux d'erreur quantique (QBER). 
10. Alice et Bob appliquent un algorithme de correction d'erreur afin de compenser 
pour toute erreur de transmission sur le canal quantique. 
11. Alice et Bob appliquent un algorithme d'amplification du secret afin de reduire 
l'information que pourrait posseder Eve a un niveau arbitrairement petit. 
La securite de ce protocole ne se demontre pas de fagon aussi intuitive que pour le 
BB84. Neanmoins, mentionnons que la securite repose sur le fait que le nombre moyen 
de photons par impulsion est beaucoup plus petit que 1, de sorte que la plupart des 
impulsion sont vides. Ainsi, par exemple, si Eve tente une attaque de type intercept-
resend12, elle introduirait generalement une erreur dans l'indexation ti des qubits 
12Attaque ou Eve intercepte les qubits provenant d'Alice, les mesure et les revoit a Bob afin de 
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d'Alice et Bob. 
Par contre, puisqu'on utilise ici des impulsions faibles, il est peu probable (mais 
certainement pas impossible) qu'une impulsion contienne plus d'un photon. Dans 
ce cas, en utilisant une mesure non-destructive (QND13) Eve peut apprendre, sans 
perturber l'information que porte l'impulsion, que cette derniere contient plus d'un 
photon. Elle peut alors utiliser un photon pour apprendre une information partielle 
sur la sequence de bits qui sera la clef. Cette attaque s'appelle le photon number 
splitting attack (PNS) et est particulierement efficace lorsqu'appliquee sur un echange 
BB84 ou Ton utilise des impulsions faibles. Or, dans le cas du protocole DPSK, le 
fait que l'information soit en fait codee sur deux impulsions consecutives rend cette 
attaque beaucoup moins efficace. Done, outre la simplicite de sa mise en application, 
le protocole DPSK accroit le niveau de securite ce qui se transformera en un taux de 
generation de clef plus elevee par rapport a BB84. 
Pour une demonstration satisfaisante de la securite de la QKD par DPSK, voir 
Takesue et al. [7] ainsi que Inoue et al. [8]. 
1.3.4 Taux de generation de clef securise 
Pour le protocole DPSK, la taux de generation de clef securisee est [7] : 
-RDPSK = fMl - 2n)nBr)T (1.4) 
On voit done que le protocole DPSK produit un gain substantiel par rapport au 
protocole BB84 : la taux de generation de clef securisee diminue lineairement avec les 
pertes, repoussant la distance de transmission securisee d'autant. 
tenter de se rendre invisible. 
13De 1'anglais Quantum non-demolition attack 
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1.4 L'interferometre pour application en QKD par 
DPSK 
Outre les defis majeurs que representent les detecteurs (voir [9] et [10]), les pertes 
de transmission (dans la fibre ou autre pertes), un autre element joue un role majeur 
dans la QKD par DPSK, soit l'interferometre. Servant de decodeur dans ce protocole, 
le design, la fabrication et la caracterisation d'un interferometre construit explicite-
ment pour cette application fait l'objet de cet ouvrage. 
L'interferometre a construire ne doit pas etre seulement un instrument de recherche 
en QKD ; celui-ci doit etre conc,u pour une utilisation pratique hors laboratoire. II doit 
done etre congu pour fonctionner dans un reseau de telecommunications a fibres op-
tiques. II doit done etre utilisable dans un environnement variable et dans des instal-
lations diverses. Nous explicitons ici dans quel contexte l'interferometre doit operer 
et nous traduisons cela en termes de specifications. 
1.4.1 Compatibilite avec les reseaux de telecommunications 
Puisque la QKD se construit generalement a l'aide de manipulations sur des qubits 
optiques, l'ingenieur est alors place devant un choix de deux mediums de communica-
tion pour la realiser : (1) les fibres optiques; (2) la communication "sans-fil". Or, pour 
le protocole DPSK pour lequel on cherche a maximiser la distance de communication, 
le premier choix s'impose. En effet, les fibres optiques presentent de tres faibles pertes 
et celles-ci sont constantes. Dans le sans-fil, la divergence des impulsions faibles a la 
sortie du laser produit une source de pertes inevitable [1]. De plus, toute perturbation 
atmospherique (comme la foudre par exemple) risque de faire augmenter de maniere 
imprevisible le taux d'erreur, rendant l'implementation beaucoup plus difficile. Fi-
nalement, l'alignement d'interferometres peut poser probleme. Ainsi, par elimination, 
le reseau de telecommunications par fibres optiques se presente comme choix naturel 
pour la QKD par DPSK. 
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Les reseaux de telecommunications par fibres optiques sont articules autour d'un 
tres vaste deploiement international et meme intercontinental de fibres unimodales, 
dont la fibre SMF-28™de Corning. Celles-ci ont etes retenues a cause de leur faibles 
pertes et leur relative simplicite de fabrication. Elles possedent un spectre de pertes 
avec un minimum a A = 1550 nm. A cette longueur d'onde, les pertes sont de 0.2 
dB/km. Pour cette raison, ce sont ces niveaux de pertes qui sont generalement utilises 
pour construire les preuves de securite en fonction de la distance de transmission. On 
doit done construire un interferometre pour qu'il soit utilise autour de 1550 nm. 
De plus, la SMF-28 est une fibre unimodale a 1550 nm. Ceci constitue un avantage 
pour la QKD. Lorsqu'on effectue l'interference des qubits dans l'interferometre, Bob 
ne peut esperer avoir un contraste maximum (et done un QBER minimise) que si 
chaque etat coherent qu'il fait interferer possede la meme distribution spatiale. Or, 
on peut considerer la fibre unimodale comme un filtre spatial extremement selectif 
puisque seul le mode fondamental de la fibre peut s'y propager sur des distances 
plus grandes que quelques metres. Ainsi, Bob peut esperer un contraste optimal sans 
manipulation supplement aire sur la distribution spatiale des impulsions faibles que lui 
transmet Alice. Par contre, pour minimiser les pertes d'insertion, son interferometre 
doit etre tel que les modes qui s'y propagent soient exactement identiques a ceux de 
la fibre, sans quoi le couplage entre le mode de la fibre et celui de l'interferometre 
sera imparfait ce qui se traduit par des pertes pouvant etre importantes14. 
Cependant, pour l'obtention simplifiee d'un contraste maximum a l'interferometre 
de Bob, il aurait ete souhaitable que la fibre SMF-28 conserve l'etat de polarisation 
des impulsions qui s'y propagent. Cela n'est pas le cas : la fibre SMF-28, en fonc-
tion surtout des contraintes qui lui sont imposees (comme sa courbure par exemple), 
autorise le couplage entre modes de differentes polarisations. Cela fait en sorte que 
dans les reseaux de telecommunications par fibres optiques, les autres elements du 
reseaux comme les repeteurs, les detecteurs et les protocoles eux-memes, sont congus 
14Ce phenomene est souvent appele (en anglais) le mode matching. 
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pour ne pas etre sensibles a la polarisation. Dans le cas de la QKD done, cela devra 
aussi etre le cas, ce qui constitue un defi puisque l'interference est toujours sensible a 
la polarisation : seules des impulsions faibles de meme polarisation peuvent interagir 
en interferant. 
Dans le protocole DPSK, les impulsions a faire interferer sont deux impulsions suc-
cessives separees de quelques nanosecondes. Puisque les changements dans le couplage 
des modes de differentes polarisations ne peuvent qu'etre tres lents par rapport au 
delai entre les implusions, on peut considerer que chaque impulsion d'une paire sera 
a toutes fins pratiques de meme polarisation et ce en tout temps. Cependant, cela ne 
signifie pas que les paires seront toutes de la meme polarisation. Si la communication 
s'etend sur quelques secondes, il en envisageable que le couplage des polarisations 
ait evolue de maniere appreciable. Dans ce cas, les paires impulsions du depart ne 
seront pas de la meme polarisation que celles de la fin. Pour composer avec ce fait, 
l'interferometre doit produire une interference identique et la plus contrasted possible 
pour toutes les polarisations, mais on suppose que deux impulsions successives ont 
toujours de la meme polarisation. 
De plus, il est essentiel de tenir compte du fait que les qubits optiques ne sont 
pas directement compatibles avec les reseaux de telecommunication installes puisque 
ceux-ci contiennent des elements optoelectoniques (repeteurs, multipleuxeurs, etc.). 
Ces elements ont pour but de transformer les signaux lumineux en signaux electriques 
arm de les manipuler avec de l'electronique pour ensuite reconvertir le signal en 
signal optique pour poursuivre la transmission a faible perte dans la fibre. Or, la 
mesure d'amplitude d'un etat coherent par un detecteur ne permet pas du tout 
d'en conserver la phase puisque ces deux variables sont reliees quantiquement par 
une relation d'incertitude15. Puisqu'on mesure l'amplitude, on detruit l'information 
de phase et puisque la phase contient l'information du qubit optique, les elements 
optoelectroniques ne sont pas compatibles avec la QKD optique. 
15Pour une discussion plus complete sur ce sujet, voir l'annexe D 
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Ainsi, la QKD necessite un reseau dedie qui ne contient en fait que de fibres 
optiques et qui, a cause du theoreme de non-clonage ne contient aucun element am-
plificateur16. Cependant, il n'est pas deraisonnable de considerer qu'un tel reseau 
existe a moyen terme pour certaines applications ou la QKD pourrait etre d'une 
utilite premiere, comme la communication entre installations militaires par exemple. 
En revanche, il n'est pas exclu de pouvoir effectuer du multiplexage des communi-
cations dans la meme fibre (une Alice et plusieurs Bob) ou meme de faire partager 
la bande passante de la fibre entre des communications classiques (implusions fortes) 
quantiques (impulsions faibles) [11, 12]. 
Egalement, comme Alice et Bob doivent absolument posseder une base de temps 
commune afin de proceder a la reconciliation de leurs clefs dans le protocole DPSK, ils 
devront se donner une horloge commune et precise. Ce systeme sera normalement con-
stitue d'un signal d'horloge et d'une electronique associee. Cette horloge peut prendre 
diverse formes (comme un train d'impulsions fortes dans la fibre par exemple), mais 
on suppose ici que ce signal d'horloge est independant du signal du canal quantique 
d'Alice et de Bob (bien que ce train d'impulsions puisse se multiplexer dans la meme 
fibre). Ainsi, en plus des exigences citees ci-dessus, Alice et Bob devront se doter d'un 
systeme d'horloge precis afin de se donner une base de temps commune. 
Finalement, on cherche un interferometre d'une taille raisonnable, soit approxi-
mativement celle d'un ordinateur de table. De plus, il doit etre utilisable dans un 
environnement interieur ayant des conditions environnementales typiques, soit une 
temperature d'environ 23°C. 
En resume, 1'interferometre pour la QKD par DPSK doit : 
- etre congu pour un fonctionnement a A = 1550 nm; 
- etre adapte pour le profil spacial du mode de la fibre SMF-28; 
- produire une interference uniforme pour tout etat de polarisation; 
16En particulier, bien qu'ils ne soient pas des elements optoelectroniques, les amplificateurs EDFA 
ne peuvent etre utilises dans un reseau de QKD 
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- etre contenu dans un ensemble dont le volume est comparable a celui d'un 
ordinateur de table typique; 
- etre congu pour fonctionner dans un environnement interieur d'une temperature 
de 23°C. 
A ces specifications applicables a l'interferometre, on doit ajouter que la QKD par 
DPSK necessite un reseau dedie ne contenant que des elements en fibres optiques 
SMF-28 (et aucun element optoelectronique) et qu'Alice et Bob doivent se doter d'un 
systeme d'horloge pour permettre la reconciliation de leurs clefs. 
1.4.2 La compatibilite avec le protocole de QKD par DPSK 
Les fait d'utiliser le l'interferometre pour la QKD par DPSK a des consequences 
supplementaires sur les caracteristiques de celui-ci. En particulier, il doit etre congu 
pour fonctionner a un taux de repetition impose par le taux de repetition des im-
pulsions qu'envoie Alice. Egalement, il devra permettre une minimisation du taux 
d'erreur (le QBER) qui lui est associe. 
1.4.2.1 Le taux de repetition 
Le taux de repetition est definit par : 
Jr—£- (1-5) 
ou Atimp represente le delai entre deux impulsions. La DPSK impose a l'interferometre 
de faire en sorte que chaque impulsion interfere avec la precedente afin que la phase 
relative entre ces impulsions traduise l'information qu'Alice veut communiquer a Bob. 
Ainsi, le delai r de l'interferometre doit etre exactement egal au delai entre les im-
pulsions 
r = Atimp (1.6) 
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Le delai de l'interferometre est egal a 
_ nAL 
c 
ou c est la vitesse de la lumiere, n est l'indice de refraction des bras de l'interferometre 




Un taux de repetition le plus grand possible mene a un taux de generation de 
clef le plus rapide possible, ce qui est bien sur souhaitable. Done, ce taux n'est limite 
que par la technologie. II y a a priori trois sources de limitation possibles : (1) les 
detecteurs; (2) le taux de repetition du laser; (3) le taux de repetition du modulateur 
de phase a Alice et (4) la vitesse maximale a laquelle peut fonctionner un systeme de 
synchronisation entre les bases de temps d'Alice et Bob (l'horloge). 
Au lieu de moduler la phase des impulsions d'un laser, il peut etre pratique pour 
Alice de simplement moduler la phase d'un signal laser continu. Comme le signal laser 
continu et attenue constitue, comme le train d'impulsions attenue, un etat coherent 
cela n'a pas d'impact sur le principe de fonctionnement du protocole DPSK. Par 
contre, cela elimine le besoin de synchroniser tout le systeme avec le taux de repetition 
du laser et ainsi augmente la flexibilite du systeme. 
De plus, puisqu'ils sont congus pour les reseaux de telecommunications ou les 
frequences de fonctionnent sont maintenant realisables a 40 Gbit/s, Alice dispose 
assez facilement d'un modulateur de phase qui fonctionne sans probleme jusqu'a cette 
frequence. Comme la frequence de l'impulsion elle meme (y = c/X) est de Fordre du 
THz, une modulation dans les Gbit/s est tout a fait possible. 
Par contre, le systeme d'horloge fait intervenir une electronique dont le cout aug-
mente avec le taux de repetition. Done, pour limiter les couts de ce systeme dans 
nos experiences, le taux de repetition du protocole DPSK est limite a 100 Mbit/s. Par 
(1.7) 
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contre, il est possible en principe d'effectuer de la QKD par DPSK jusqu'au Gbit/s 
avec un systeme d'horloge approprie. 
1.4.2.2 Le QBER 
La minimisation du taux d'erreur quantique, le QBER, est la principale exigence 
pour un interferometre de Mach-Zehnder pour la QKD. De maniere generale, comme 
on Fa vu au chapitre 1, il existe un QBER limite au dela duquel Alice et Bob ne 
pourront s'echanger une clef de maniere securitaire. Puisque les pertes de transmission 
dans la fibre sont inherentes et ne peuvent etre minimisees autrement qu'en limitant 
la distance de transmission, le fait de minimiser le QBER associe exclusivement a 
Finterferometre resulte en une distance de transmission possible plus grande. 
D'emblee, on fixe la limite du QBER relie a Finterferometre a 0,01 soit 1%. 
En supposant que les impulsions successives constituant les paires sont de meme 
amplitude, ce qui est realiste puisque les pertes dans la fibres ne varient pas de maniere 
appreciable sur Fechelle de temps de quelques ns ou /xs, le QBER de Finterferometre 
est donne par : 
Q B E R = 1 ^ (1.9) 
ou V est la visibilite de Finterferometre. 
On requiert un QBER < 1%. 
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Chapitre 2 
Design et fabrication 
Nous abordons dans ce chapitre la methode de conception et de fabrication d'un 
interferometre optimise pour utilisation comme decodeur quantique dans un schema 
de QKD par DPSK. Apres avoir decrit formellement le Mach-Zehnder tout-fibre et 
etabli les tolerances sur son comportement, nous presentons les deux elements prin-
cipaux du design (1) la compensation thermique passive et (2) la compensation de 
birefringence. Finalement, nous decrivons et justifions les etapes de la fabrication de 
l'interferometre. 
2.1 Le Mach-Zehnder tout fibre 
D'abord, il est utile d'etablir que pour un fonctionnement dans un protocole de 
DPSK a 100 Mbit/sec, l'application de l'equation 1.8 donne AL = 2,042 m. 
Cela etant dit, afin de realiser un interferometre ayant les requis donnes au chapitre 
precedent, plusieurs types d'interferometre sont a considerer. Citons les exemples 
suivants : 
- Mach-Zehnder sur table optique 
- Mach-Zehnder sur guide d'ondes "microfabrique" 
- Mach-Zehnder tout-fibre 
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De tous ces choix, le Mach-Zehnder sur table optique est clairement le plus sim-
ple a construire. Tous les elements, incluant les miroirs et les diviseurs d'onde sont 
commercialement disponibles, et le tout se construit assez facilement sur une table 
optique. Cependant, ce sont des fibres optiques qui transportent les etats vers Fin-
terferometre. A leur sortie, comme la lumiere est divergente, il est necessaire d'inclure 
des elements optiques focalisants comme des lentilles afin d'inserer la lumiere dans 
l'mterferometre. Or, inherent a toutes ces transformation sont des pertes. De plus, 
a AL = 2,042 m de difference de longueur de ce type d'interferometre risque d'etre 
difficile a utiliser hors laboratoire. 
Pour ce qui est du Mach-Zehnder microfabrique, en plus de produire des pertes 
d'insertion certainement trop elevees (de Fordre de 3 dB - l'equivalent de 15 km 
de fibre), ce type d'interferometre n'est pas realisable pour un schema DPSK a 
100 Mbit/sec. En effet, il n'est pas raisonnable de tenter de microfabriquer un in-
terferometre ayant AL = 2,042 m. Par contre, ce type d'interferometre offre des 
proprietes de stabilite suffisamment interessantes pour qu'il soit souvent choisi pour 
des experiences de QKD par DPSK qui se font a des taux de repetitions plus eleves 
que 100 Mbit/s [8, 7]. 
Quant a 1'interferometre Mach-Zehnder tout-fibre, il presente un potentiel tres 
interessant. Inherent a sa construction tout-fibre, cet interferometre offre une perte 
d'insertion absolument minimale. De plus, puisqu'on peut envisager d'enrouler les 
fibres optiques qui composeraient les branches, le delai correspondant a 100 Mbit/sec 
n'est pas necessairement un obstacle a sa realisation et a son utilite dans une multitude 
d'environnements. Par contre, ce type d'interferometres presente a priori un probleme 
pour ce qui est des specifications de stabilite et d'insensibilite a la polarisation. Or, 
on montre par la suite que ces problemes peuvent se resoudre par conception et sans 
avoir recours a un systeme de controle actif. 
Si ce type d'interferometre peut se realiser afin qu'il soit stable, bien contrasts et 









F I G . 2.1 - Le Mach-Zehnder tout fibre avec enroulement des branches. 
la solution ideale pour la QKD par DPSK puisque le taux d'erreur quantique relie a 
cet element est minimise. 
2.1.1 Description 
L'interferometre tout-fibre est compose de deux coupleurs fusionnes entre lesquels 
les branches sont constitutes de fibres optiques. On presente a la figure 2.1 un schema 
de ce type d'interferometre. 
Les coupleurs fusionnes, elements couramment utilises dans les reseaux de telecom-
munication pour effectuer du multiplexage en longueur d'onde represented une tech-
nologie bien maitrisee. lis sont constitues de deux fibres dont les gaines optiques ont 
etes fusionnees ensemble de telle sorte que les cceurs des fibres soient rapproches suff-
isamment pour induire un couplage. En ajustant la longueur et le profil de la section 
fusionnee, on peut obtenir des coupleurs tels que si on leur injecte de la lumiere unique-
ment dans une branche, cette lumiere sera divisee a 50/50 entre les deux branches de 





avec c\ = c2 = l/V%- On utilise ce type de coupleur pour les deux coupleurs 
represented a la figure 2.1. Les pertes pour ce type de composant peuvent etre tres 
faibles : moins de 0,1 dB. Celles-ci contribuent uniquement aux pertes d'insertion de 
1' int erfer ometr e. 
Entre les coupleurs, on insere les fibres constituant les branches de l'interferometre. 
Dans le cas qui nous concerne, ces fibres seront enroulees de sorte que l'interferometre 
a une petite taille malgre la grande longueur de ses branches. Les epissures, entre les 
coupleurs et les branches, menent a des pertes equivalant hti = t[t" et fa = t'24' dans 
les branches 1 et 2 de l'interferometre, tel que montre sur la figure 2.1. L'effet de la 
propagation dans les branches est donne par la matrice de transfert suivante 




On peut decrire le comportement de l'interferometre en considerant que si les 
impulsions provenant d'Alice sont inseres dans la branche 1, la radiation entrant dans 
l'interferometre est notee par 
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En effectuant la multiplication, il vient 
E / -
(c '1c1 i1e^





En notant a\ — dxc\t\ et a2 — c'2c2t2, et si Bob lit la sortie de l'interferometre sur la 
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branche de sortie 1, l'intensite sera 
h = JE;02 ( a i e ^
L l - a2e
j/3Ll) (a i e-
j / 3 L l - a2e-
J/3Ll) (2.6) 
= El {a\ + a22- 2a1a2cos [(3{LX - L2)]} (2.7) 
Pour des fibres optiques, le parametre de propagation (3 est donne par le produit 
du vecteur d'onde ko et de l'indice de refraction n, de sorte que la difference de phase 
entre les branches s'ecrit 
A0 = kQnAL (2.8) 
Puisque les longueurs d'onde utilisees en telecommunication sont autour de A = 
1,55 /xm et que le vecteur d'ondes ko est de l'ordre de 4 x 106 m_1, on voit immediat-
ement que A<p est tres sensible aux variations de AL et de n. Dans la fibre, les 
effets de temperature sur n sont en general non negligeables, rendant la transmission 
de l'interferometre Mach-Zehnder tout-fibre normalement tres instable vis-a-vis les 
changement de temperature. 
Pour tenir compte des effets d'instabilite dans A0 dans la visibilite de l'interferome-
tre, on peut comptabiliser les instabilites comme une tolerance sur A<j). Dans ce cas, on 
dira que les maxima et minima sur la courbe d'interference seront pour des multiples 
de 
Imax -> Acj)tol mod 27r (2.9) 
Imin - * 7T + A 0 t o ; m o d 27T (2-10) 
Done 
Imax = El [a\ + aj + 2a1a2 cos(A0toi)] (2.11) 
Imin = El [a\ + a22 + 2a1a2 COS(TT + A0to/)] (2.12) 
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de sorte que la visibilite est donnee par 
I , Imax -Imin 
J-max i i-min 
_ 2a1a2 [cos(A(ptoi) - cos(n + A<ptoi)] 
2(a\ + a\ + 2aia2 [cos(A0to/) + cos(7r + A0to/)] 
Ce resultat permet de determiner des tolerances realistes pour les parametres de 
F interfer omet re. 
2.1.2 Budget de tolerances 
Nous avons fixe la tolerance sur le QBER a 1%. En observant l'equation 2.14, on 
voit que la visibilite est fonction 
- du taux de couplage dans les coupleurs # 1 et # 2 ; 
- des pertes dans les branches; 
- de l'instabilite. 
On tolere une erreur sur les taux de couplage d'au plus 1%. On tolere egalement 
des pertes dans les branches, principalement aux epissures (entre les coupleurs et les 
fibres qui composent les branches) d'au plus 0,1 dB (et d'au moins 0,01 dB). 
Pour fixer la tolerance sur les taux de couplage, on cherche le cas ou l'effet des 
coupleurs et des pertes mene au contraste le plus faible. Cela correspond au cas ou a,\ 
et 02 (l'effet amalgame des coupleurs et des pertes) sont les plus differents possibles. 
Pour les pertes, on considere le cas ou celles-ci sont de 0,1 dB dans chaque epissure 
de la branche 1 et de 0,01 dB dans chaque epissure de la branche 2. Dans ce cas, on 
a U = V0T950 = 0,977 et t2 = \/0T995 = 0,998. 
Pour les coupleurs , le pire cas est celui ou c'xCx — -v/0~495 = 0,495 et c'2c2 = 0,505. 
Ainsi, on obtient 
01 w 0,483 
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F I G . 2.2 - Visibilite de l'interferometre en fonction des instabilites de phase. 
Dans ce cas, la visibilite est donnee par 
V 
0,487 [cos(A4>toi) - COS(TT + A<j)tolj\ 
0,976 + 0,487 [cos(A0to/) + cos(7r + A^tol)} 
(2.15) 
II reste a fixer la tolerance sur la phase. Pour ce faire, la figure 2.2 donne un 
graphique de la visibilite de l'interferometre (suivant l'equation 2.15) en fonction de 
la tolerance sur la difference de phase. On remarque sur cette figure que la visibilite 
nominale desiree (soit V = 0,995) est atteinte pour A<f> ta 0,0257r. On definit done la 
tolerance sur la phase a Acf)toi m 0,0257r. 
Ann de bien decrire les effets thermiques et la birefringence des fibres optiques et 
leur influence sur A0, il est necessaire de decrire les effets thermiques et elastiques 
dans les fibres optiques qui sont a l'origine des variations de n, et de la birefringence 
d'une fibre, respectivement. Ceci est couvert a l'annexe E. 
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2.2 La compensation thermique passive 
La compensation thermique passive se veut une methode par laquelle les effets 
thermiques d'une branche de l'interferometre sont utilises afin de compenser les effets 
thermiques de l'autre branche. 
La phase accumulee dans une branche de l'interferometre s'ecrit 
!>i = kniLi (2.16) 
Face a un changement de temperature infinitesimal, la variation de <f>i est donnee par 




, dLi drti 
= k n\—— + Ly dT dT 
(2.17) 
(2.18) 
Ainsi, pour un changement de temperature de TQ a T 


























ii(T) - 0i(To) = k [niLiaLl + Liani] (T - To) (2.23) 
29 
Similairement pour la branche 2, en supposant la meme variation de temperature 
02(T) - <fe(T0) - k [n2L2aL2 + L2an2] (T - T0) (2.24) 
Pour simplifier la notation, on suppose dorenavant que toutes les quantites varia-
bles avec la temperature sont referees a To. Ainsi, la variation de la difference de phase 
entre les branches de l'interferometre s'ecrit 
A0(T) - A0(To) = [faW-MTK-lM^-MTo)] (2-25) 
= [MT) - Mn)] - [<h{T) - Mn)] (2.26) 
= k [(nxLxaLl - n2L2aL2) + (Lxani - L2an2)} (T - T0|2.27) 
= k[Li(n1aLl + ani) - L2(n2aL2 +an2)](T-T0) (2.28) 
(2.29) 
L'objeetif de la compensation thermique passive est de faire en sorte que la variation 
de temperature n'a pas d'effets significatifs sur la difference de marche optique de 
l'interferometre, c.-a.-d. A<^(T) = A0(To). Pour realiser ceci, il vient immediatement 
que le terme entre crochets dans l'expression 2.29 doit etre nul. Ainsi, on cherche L\ 
et L2 tels que 
Lxani - L2an2 = L2n2aL2 - LxnxaLl (2.30) 
D'ou on tire 
Li = a»2 + n2ah2 
L2 ani + nxaLl 
Ainsi, puisque pour un interferometre Lx ^ L2, si ani ^ an2, alors il existe un 
rapport des longueurs pour lequel A0 n'est plus sensible a la temperature. II s'agit de 
compensation passive puisque l'interferometre est stable par rapport a l'effet thermo-
optique, si l'equation 2.31 est respectee1, et ce, de maniere inherente. 
XI1 est a noter que puisque dans les faits, les coefficients thermo-optiques des fibres sont legerement 
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En pratique, puisqu'il est impossible de fabriquer des branches avec une precision 
infinie sur les longueurs L\ et L2, il est utile d'etablir une tolerance sur ces longueurs. 




= [L2 (n2a2 + an2) - Li (niOi + ani)} (2.33) 
On cherche une sensibilite sT{Li}L2) maximale qui respectera la tolerance sur la 
difference de phase A(j)toi sur une plage de T0 ± ATtoi. Cette sensibilite maximale est 
done donnee par 
ST\max ~ T7sF~ ^ - d 4 ^ 
Pour traduire cette sensibilite maximale en tolerance sur L\ et L2, il est utile 
d'effectuer un developpement de sT en serie de Taylor. Pour ce faire, on pose 
1 
ST{XI, X2) = 7- [x2 (n2a2 + an2) - xi (niai + a n J ] (2.35) 
/Co 
On effectue alors le developpement de Taylor autour de L\ et L2, quantites qui sat-
isfont a l'equation 2.31, c.-a.-d. 





(Xl - Li) (2.36) 
Li,Z/2 
(x2 - L2) (2.37) 
(2.38) 
ou nous avons suppose que les termes d'ordre superieur de la serie sont nuls. Les 
differences [x\ — Iq) et (x2 — L2) apparaissent done comme les tolerances sur Li et 
I/2. On notera ces tolerances (x\ — L\) = Lto\x et (x2 — L2) = Ltoi2 et on les choisit 
variables avec la temperature, c.-a.-d. an — an{T), l'egalite 2.31 n'est vraie que pour une temperature 
de reference TQ 
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egales, soit Ltoix — Ltoi2 = Ltoi- Finalement, par definition, on a que ST{L\,L2) — 0 
(selon l'equation 2.31). Pour se mettre dans le pire cas (ou la tolerance est la plus 
petite, on prend le cas ou l'erreur sur L\ est positive et l'erreur sur L2 est negative. 










Soit, en evaluant les derivees 
ST I 
(rc^i + am) + {n2a2 + an2) 
Ainsi, on a que |A0(T) — A0(To)| < A0to/ si L\ et L2 satisfont a l'equation 2.31 a 
l'interieur de Ltoi, pour \T — T0\ < ATtot. 
2.2.1 Resultats et tolerances 
Pour realiser Finterferometre passivement compense, nous utilisons de la fibre 
SMF-28 de Corning pour la branche 1. Pour la branche 2, nous utilisons une fibre 
speciale de marque Coractive. Cette fibre possede un dopage supplement aire de phos-
phore (P) dans son coeur, ce qui a pour effet de reduire le coefficient thermo-optique 
par rapport a la fibre SMF-28, avec laquelle elle partage cependant une geometric 
Nous designons cette fibre P+. Les proprietes optiques de ces fibres utilisees pour les 
calculs relatifs a Finterferometre sont donnes dans le tableau 2.1. II est a noter que 
nous avons choisi de negliger l'effet de l'expansion thermique sur Finterferometre, ceci 
etant justifie par le fait que celui-ci a un effet deux ordres de grandeurs moindre que 
l'effet thermo-optique sur le comportement de Finterferometre. De plus, notons que 
la valeur utilisee pour ani est tiree de la reference [13] et la valeur an2 est connue 
comme etant 10% inferieure a cette derniere. 
L'application de la formule pour le taux de repetition de Finterferometre (eq. 1.8) 




une solution pour la longueur des branches de l'interferometre. De plus, l'application 
de l'equation 2.40 donne la tolerance sur les longueurs de branche. Finalement, les 
pertes dans les epissures, les taux de couplage et leurs tolerances respectives ont etes 
etablis a la section 2.1.2. Le resultat de tout ces calculs est presente au tableau 2.2. 
Dans le cadre de ce travail, les calculs sont effectues avec la routine Paramlnterf .m 
(MATLAB). Ce programme est discute a l'annexe F. 
TAB. 2.1 - Constantes utilisees pour le design de l'interferometre. 
Constante 
Indice effectif (SMF-28) 
Indice effectif (P+) 
Coefficient thermo-optique (SMF-28) 
Coefficient thermo-optique (P+) 
Tolerance en temperature 











0,92 x 10~5 










TAB. 2.2 - Valeur des 
Parametre 
Pertes dans les epissures 
Taux de couplage 
Longueur de la branche 1 
Longueur de la branche 2 






















Notons que l'application de l'equation 2.34 indique que la sensibilite en temperature 
maximale tolerable est de ST = 3,875 x 10 - 8 [mK-1]. Cela s'est traduit par les 
tolerances donnees dans le tableau 2.2. 
Finalement, il est tres important de remarquer qu'une des suppositions utilisee 
dans les calculs ci-haut est que la temperature est uniforme et egale pour les deux 
branches. Si tel n'est pas le cas, Futilisation de la compensation thermique passive 
peut resulter en une augmentation de la sensibilite a la temperature. 
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2.3 Compensation de birefringence 
Comme la longueur des branches est de l'ordre des dizaines de metres et que 
1'interferometre doit eventuellement etre contenu dans une enceinte de taille suff-
isamment petite pour en controler la temperature a 1 degre pres, l'enroulement des 
branches est necessaire. Or, comme la courbure de la fibre mene a une birefringence, 
1'interferometre est a priori sensible a la polarisation. 
2.3.1 Problematique 
Pour de la fibre de type SMF-28 enroulee, il n'existe aucune maniere rigoureuse 
capable de reduire la birefringence a zero2. 
Par contre, il n'est pas necessaire pour que 1'interferometre soit insensible (c.-a.-d. 
a visibilite egale et maximale) pour toutes les polarisations a l'entree. II suffit que les 
etats de polarisation, apres passage dans chaque branche, soient les memes. 
On peut concevoir que l'enroulement de 1'interferometre soit identique pour les 
deux branches. Dans ce cas, une condition necessaire et suffisante pour que Vin-
terferometre soit insensible a la polarisation est que la difference de longueur entre 
les branches correspondent a un multiple entier de la longueur de battements de po-
larisation. La resolution du probleme de l'insensibilite a la polarisation revient alors 
a chercher une geometrie d'enroulement tel que cela se realise. 
De plus, l'enroulement doit d'etre tel que les branches ne soient pas tributaires de 
la dilatation thermique de la structure autour duquel se fait l'enroulement. Autrement 
dit, l'enroulement ne doit pas etre en contradiction avec les hypotheses de stabilisation 
par compensation thermique passive. En general, cela equivaut a dire que les fibres 
ne doivent avoir qu'un contact minimal avec la structure d'enroulement. 
Pour cette raison, une structure basee sur des poteaux (voir la figure 2.3) fut choisie 
2Pour une description des effets de la courbure sur la birefringence d'une fibre optique, voir 
1'annexe E. 
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dtmgueur non enrouiee (entree) longueur non enroulee (aonie) 
--̂ —-Nc— — ' •==_^mm~lt .ya-—^...- _ — — _ p * c _ — . j * . 







F I G . 2.3 - Geometrie d'enroulement des branches de Finterferometre. 
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comme configuration pour l'enroulement. Cette structure possede quatre poteaux qui 
supportent la fibre; deux poteaux supportent l'enroulement de l'exterieur et les deux 
autres de l'interieur. On cherche un enroulement sans tension afin de reduire au 
minimum 1'efTet de la dilatation thermique des poteaux sur l'interferometre. 
2.3.1.1 Le choix du diametre equivalent de l'enroulement 
Dans ce texte, la longueur enroulee sur un tour sera mesuree par un diametre 
equivalent d'enroulement, notee Deq de sorte que la longueur sur un tour est de 7rDeq. 
La compensation thermique passive exige que les fibres des deux branches soient 
toujours a la meme temperature. Ceci amene done a enrouler les fibres des deux 
branches cote a cote sur toute leur longueur. Pour cette raison, les fibres de chaque 
branche sont enroulees autour des memes supports tel qu'illustre a la figure 2.3. 
Par consequent, il faut que l'enroulement soit en mesure d'accommoder les lon-
gueurs Li et L2 avec un nombre entier de tours, ce qui pose le probleme du choix 
d'un diametre d'enroulement. Pour permettre un plus grand nombre de solutions a 
ce probleme, on se donne une longueur non enroulee, notee Lne. 
En notant les longueurs a enrouler (Zq)e et (Z/2)e> on a 
(•ki)e = I/i — Lne 
(-̂ 2Je = L2 — Lne 
On note N\ et Ar2 le nombre de tours dans chaque branche. Le probleme revient 
a trouver un diametre d'enroulement circulaire, note Deq, tel que la difference de 
longueur des branches s'enroule entierement sur iV2 — Ni = AN tours 
Veq nAN [2Ai) 
Cette equation possede plusieurs solutions pour differentes valeurs de AN donnees. 
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Le choix sera en fait en fonction du nombre de tours a effectuer pour chaque branche 
* - ™* 
nDeq 
nDeq 
On choisit une solution donnant un bon compromis entre le nombre de tours a ef-
fectuer (a minimiser) et la taille finale de l'enroulement, fonction de Deq (egalement 
a minimiser). 
2.3.2 Algorithme d'optimisation 
La configuration de la figure 2.3 est aussi choisie puisqu'elle permet une optimi-
sation de la forme d'enroulement en fonction d'un seul parametre : la dimension h. 
En effet, sans tension et avec Deq fixee, la dimension h deflnit totalement la forme 
de l'enroulement. Les poteaux qui supportent la fibre de l'interieur sont alors places 
pour etre en contact avec la forme naturelle de la fibre a cet endoit. Le probleme de 
l'optimisation de la forme repose alors sur la recherche d'un parametre h optimal. 
Compte tenu des effets de polarisation (et en supposant des coupleurs 50/50 par-
faits), l'intensite a la sortie de l'interferometre est de la forme 
I(A4>) = E2X[1 + cos(A</> + AN</%.)] + E
2 [1 + cos(A</> + &N<j>D) (2.42) 
ou x est la direction de polarisation dans l'axe d'enroulement, y est la direction de 
polarisation perpendiculaire, AN est la difference du nombre de tours enroules des 
deux branches (le nombre de tours qui correspond a AL), et </>fr et (f>\r sont les phases 
accumulees en un tour pour les polarisations x et y respectivement. 
On suppose que la fibre est enroulee sans torsion ni pression laterale. De plus, ni 
la fibre SMF-28 ni la fibre P+ ne possedent de birefringence intrinseque. Dans ce cas, 
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> 0.5h 
F I G . 2.4 - Visibility de l'interferometre enroule en fonction de 0tJr pour AN = 4. 
il n'y a que la birefringence de courbure3. La phase accumulee sur l'axe x peut etre 
prise comme reference. On a 
I(A<f>) = E%[1 + cos{A(f>)} + E2y [1 + cos(A0 + AN</%)] (2.43) 
ou c = 'tr (fit . On voit done que l'intensite est la somrae de deux interferences 
independantes, l'une pour la polarisation sur l'axe x, l'autre sur l'axe y. Immediat-
ement, on peut voir que pour ANcjx^ = rn2ir ou m est entier, ces interferences sont 
en phase, produisant une visibilite parfaite, V = 1. Ceci est confirme en observant la 
figure 2.4 ou l'on donne visibilite V en fonction <$$ pour AiV = 4. 
L'optimisation de la visibilite requiert done de trouver la phase relative de birefrin-
gence <j>tr(h) e n fonction du parametre h. 
Pour cela, on procede comme suit. 
3Voir l'annexe E. 
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1. Calcul de la forme, sans tension, de la fibre pour une valeur de h (voir la section 
2.3.2.1); 
2. Calcul du rayon de courbure p(h) pour chaque segment dL de la fibre; 
3. Calcul de la birefringence de courbure4 pour chaque segment (avec £, la position 
du segment dL dans l'enroulement) 
ou Cs est le coefficient elasto-optique et r le rayon de la fibre; 
4. Calcul de la phase relative de birefringence resultante pour chaque dL(£,) 
<W"(htZ) = kol3b(h,Z)dL(Z) (2.45) 
5. Integration des d(f)xy(h, £)) sur un tour de l'enroulement 
4%{h) = / d^di (2.46) 
J tour 
6. Optimisation : Recherche des h tels que AN(f>^(h) = m27r (ou m est un entier). 
Le calcul de l'effet elasto-optique requiert le coefficient elasto-optique (voir l'an-
nexe E). Les constantes utilisees pour ce calcul sont donnees dans le tableau 2.3 [14]. 
TAB. 2.3 - Constantes utilisees pour le calcul du coefficient elasto-optique Cs des 
















4Voir l'annexe E. 
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2.3.2.1 Le calcul de la courbure libre de la fibre 
L'optimisation de la visibilite de l'interferometre en fonction de h requiert le calcul 
de la forme de renroulement. Comme nous cherchons la forme libre et sans tension de 
la fibre, on procede selon une methode de tir tel qu'illustre a la figure 2.5. Suivant cette 
methode, on fixe la tension T (toujours nulle), la force normale N et le moment de 
force M au point de depart de la fibre courbee, ici fixee au point de contact avec l'un 
des supports principaux (ref. figure 2.3). Ensuite, on cherche une forme de longueur 
ivDeg/4 dont la pointe atteint la cible, tel qu'illustre sur la figure 2.5. 
(x0,y0) 
Recherche: 
Methode de Newton 
(ordre 2) 
F I G . 2.5 - Recherche de la courbure libre de la fibre dans d'enroulement : Methode 
de tir. 
Pour ce faire, on suit la forme de la fibre courbee, segment par segment, en calcu-
lant la deviation angulaire due au moment de force 
M 
d0 = —ds (2.47) 
ou E et / sont respectivement le module d'Young et le moment d'inertie de la fibre. 
Le moment M sur le segment suivant est alors calcule via les relations differentielles 
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suivantes . 
™ = -N 
as 




Le resultat de ce calcul est alors soumis a une methode de recherche de Newton 
(ordre 2) pour atteindre la cible (xf,yf). 
2.3.3 Resultats et tolerances 
2.3.3.1 Geometrie d'enroulement 
L'algorithme d'optimisation decrit ci-haut est mis en oeuvre dans la routine M A T -
LAB ecrite a cet effet : Paramlnterf.m (voir l'annexe F). Celle-ci produit, en fonction 
d'une frequence d'interferometre, une dimension d'enroulement h donnant une forme 
optimisee pour la visibilite. 
Ainsi, pour l'interferometre operant a 100 Mbit/sec du tableau 2.2, on obtient la 
forme optimale presentee a la figure 2.6. Les details de cette solution sont presentes 
au tableau 2.4. 
Les figures 2.7 et 2.8 illustrent le processus d'optimisation menant a l'enroulement 
optimal obtenu. En effet, la figure 2.7 donne la relation <f>tr(h) obtenue alors que la 
figure 2.8 illustre l'effet de la birefringence sur la visibilite de l'interferometre en 
fonction de h. L'optimisation donne h = 11,60 cm. En faisant appel a la tolerance 
fixee sur Vpo\ (voir le chapitre 1), on obtient une tolerance de Ah — 0,2 cm. On note 
que ceci est facile a realiser experiment alement. 
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F I G . 2.8 - Optimisation de la visibility de l'interferometre en fonction de h. 
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TAB. 2.4 - Geometrie d'enroulement optimal pour 1'interferometre de 100 Mbit/s. 
Parametre 
Diametre equivalant 
Hauteur de renroulement 
Largeur de renroulement 
Nb. tours branche 1 
Nb. tours branche 2 
Nb. battements de biref. 

























2.3.3.2 Les premiers et derniers tours 
La configuration l'enroulement final, incluant les coupleurs, est illustree sur la 
figure 2 .9(A). On choisit de placer le premier et le dernier tour de l'enroulement sur 
une cercle de diametre egal a la largeur I de l'enroulement. Quatre considerations ont 
mene a cette configuration. 
1. Les coupleurs possedent une longueur de fibre suivant l'endroit du coupleur en 
tant que tel. En pratique, on doit done considerer que l'interferometre inclue 
une certaine longueur de fibre dans les branches 1 et 2 associee aux coupleurs. 
Afin de ne pas modifier l'effet de la compensation thermique et la frequence 
de fonctionnement de l'interferometre, ces longueurs doivent etre egales dans 
les deux branches. Par contre, ces longueurs peuvent etre differentes pour le 
coupleur a l'entree et a la sortie de l'interferometre. Ainsi, on doit avoir 
(LCi£;)i = (LCiB)2 (2.48) 
(Le,s)i = (Lc,s)2 (2.49) 
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mais 
(LC ,E)I ± (Lc,s)i (2.50) 
{Lcjsh * (Lc,sh (2-51) 
est acceptable. Puisque ces longueurs sont egales pour les deux branches, c.-a-d. 
que 
{LC,E)I + (Lc,s)i = {LC,E)2 + (^5)2, (2.52) 
les longueurs de fibre associees aux coupleurs n'ont d'effet ni sur la frequence de 
fonctionnement de l'interferometre (AL demeure inchange) ni sur la compen-
sation thermique passive (les longueurs egales dans les branches se compensent 
toujours, si elles sont de la meme fibre). 
2. L'enroulement prevoit qu'une partie de la longueur des branches soit non en-
roulee, soit une longueur (commune au deux branches de Lne. Cette longueur 
peut egalement se separer comme on le veut sur une longueur a l'entree Lne^ 
et a la sortie Lne,s 
Lne — Lne,E + Lne^s (2.53) 
3. Une epissure (fusion) joint les fibres des branches (de longueurs L\ et L-i) et 
les fibres des coupleurs. En pratique, ces epissures peuvent etre fragiles. On 
evite done de placer ces epissures directement contre un support d'enroulement, 
endroit ou pourrait subvenir une brisure en cas d'application accidentelle de 
tension sur la fibre. 
4. Comme il est possible que la compensation thermique passive ne soit pas parfaite 
des la premiere fabrication, on cherche une configuration permettant d'ajuster 
L\ et L2 sans devoir defaire l'ensemble de l'enroulement. Ainsi, il est utile de 
biaiser notre choix de partage entre Z/ne,£
 e t Ln€js en faveur d'un Z/ne,s plus 
long. Ceci permet d'avoir une bonne longueur, facile a ajuster, sur le tour de 
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sortie de 1'interferometre. 
De plus, les coupleurs sont places sur des supports aux positions montrees sur la 
figure 2.9(a), soit 
3 
Lne,E + Lc,E = -ir£ (2.54) 
7 
Lne,s + Lc,s = -n£ (2.55) 
(2.56) 
Les choix effectues pour ces parametres sont presentes au tableau 2.5. 
TAB. 2.5 ~ Parametres du premier et dernier tour de l'enroulement pour 1'in-
terferometre de lOOMbit/sec. 
Parametre 
Longueur non enroulee a l'entree 
Longueur non enroulee a la sortie 
Longueur des branches du coupleur d'entree 
















2.4 Methode de fabrication 
La fabrication de 1'interferometre apporte plusieurs defis. Principalement, sa fab-
rication necessite la coupe des fibres qui constituent les branches avec une tres grande 
precision (de l'ordre de 1 mm sur 20 m), tout en cherchant a produire un enroulement 
suivant les specifications de la section precedente. 
2.4.1 Enroulement 
La fabrication de 1'interferometre est basee sur un enroulement de precision. De 
ce point de vue, la forme de la figure 2.6 pose une difnculte particuliere, puisqu'il est 
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(A) L'interferometre enroule. 
h sortie -j } 1 tour SMF-28, P+ 
34 tours SMF-28 
34 tours P+ 
| - entree -i 
4 tours P+ 
(B) Positionnement des tours sur 
les supports d'enroulement. 
(Lne,s) = 19.05 
1 V 
/ > 
(LneiE) = 12.00_cm cx/ <-i 
(LC,E) = 10-98 cm 
(c) Entree de Fenroulement. 
(LcS) =34.57 cm 
(D) Sortie de 1'enroulemeiit. 
F I G . 2.9 - Details de Fenroulement pour l'interferometre de 100 Mbit/sec. 
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difficile en pratique de produire exactement cette forme au moment de l'enroulement. 
De plus, cette forme est congue pour ne pas produire de tension dans la fibre, alors 
que l'enroulement implique une certaine application de tension. Pour resoudre ce 
probleme, on propose d'effectuer l'enroulement et la mesure des longueurs de fibre 
sur un patron de supports disposes en carre (voir la figure 2.10, etape 1). Si la distance 
entre les supports (poteaux) d'enroulement est de xr et que leur diametre est de d, 
la longueur enroulee sur un tour est de 
Le(l) = 4(xr + d) + 4 C^pj (2.57) 
Par definition, Le = irDeq. Ainsi 
7rDeg = 4{xr + d) + 4 (^- J (2.58) 
d'ou 
Xr = *D«-<£ + *)* ( 2 . 5 9 ) 
Un mandrin d'enroulement avec des supports cylindriques (poteaux filetes) a ete 
fabrique arm de permettre l'enroulement initial ainsi que des etapes subsequentes, 
tel qu'illustre sur la figure 2.10. Pour ce mandrin, le diametre moyen de poteaux 
d'enroulement mesure au moyen d'un vernier micrometrique est de d = 3,180 cm. 
Ainsi, on obtient, pour l'interferometre de 100 Mbit/sec, xr = 7,084 cm. 
2.4.2 Sequence de fabrication 
Suivant l'enroulement, plusieurs etapes sont necessaires arm d'obtenir le produit 
final. La figure 2.10 presente les etapes de cette fabrication. 
- Etape 1 : Ajustement des supports d'enroulement. Fixer sur le mandrin d'en-
roulement quattre supports (1 a 4), et a l'aide d'un vernier micrometrique, 
ajuster la distance entre eux k xr = 7,084 cm. 
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- Etape 2 : Enroulement et clivage. Pour chacune de fibres constituant les deux 
branches, enrouler le nombre de tours prevus en s'assurant de les positionner sur 
les supports tel qu'illustre sur la figure 2.9b. Notez que l'enroulement doit etre 
realise sans appliquer de torsion sur la fibre. Pour cela, effectuer l'enroulement 
avec une distance d'au moins 1 m entre le rouleau de fibre et le mandrin d'en-
roulement. Une fois enroulees, cliver les fibres. Pour le tour d'entree, effectuer le 
clivage a Lne^ = 12 cm par rapport au support d'entree/sortie (cf. figure 2.9). 
Pour le tour de sortie, effectuer la clivage a Lne>s = 19,05 cm par rapport au 
meme support. 
- Etape 3 : Pose des coupleurs. Premierement, cliver les fibres des coupleurs a 
LC,E — 10,98 cm et LCts = 34,57 cm pour le coupleur d'entree C\ et de sortie C2, 
respectivement. Deuxiemement, effectuer l'epissure a l'aide d'une fusionneuse. 
S'assurer que les pertes dans les epissures estimees sont conformes aux tolerances 
etablies au tableau 2.2. Troisiemement, a l'endroit des epissures, regainer en 
polymere les fibres a l'aide d'une re-gaineuse afin de les proteger adequatement. 
Finalement, inserer les coupleurs dans les supports prevus a leur mise en place 
sur le mandrin d'enroulement. 
- Etape 4 : Installation des supports principaux. Installer les supports 2' et 4' du 
cote exterieur de l'enroulement carre, contre sur les supports 2 et 4 qui sont 
dans l'axe ne contenant pas l'entree et la sortie de l'enroulement. 
- Etape 5 : Ajustement du parametre h. Rapprocher, avec les supports 2 et 4, les 
supports principaux 2' et 4' vers le centre du mandrin afin obtenir la valeur h 
prescrite (voir le tableau 2.2). La forme de l'enroulement (figure 2.6) se mettra 
tout naturellement en place avec cette operation. Ensuite, eloigner les deux 
autres supports 1 et 3 vers l'exterieur du mandrin jusqu'a l'obtention d'un leger 
contact entre ceux-ci et les fibres enroules de fagon a soutenir minimalement 
l'enroulement5. Finalement, retirer les supports interieurs 2 et 4. 
5De maniere generate, il est important de supporter minimalement l'enroulement. Ceci evite de 
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- Etape 6 : Mise en place des supports secondaires et des coupleurs. Installer 
les supports 5 et 6. La distance entre eux doit etre egale a celle des supports 
1 et 3. Mettre en place le coupleur d'entree C\ sur le guide du mandrin tel 
qu'illustre a la figure 2.10. La fibre doit suivre une forme circulaire jusqu'au 
support d'entree/sortie de sorte qu'il n'y ait pas de tension sur la fibre. Proceder 
de la meme maniere pour le coupleur C2. 
rendre l'enroulement et les longueurs des branches tributaires de l'expansion thermique du mandrin 




ETAPE 1: Ajustement des 
supports d'enroulement. 
ETAPE 3: Pose des 
coupleurs. 
ETAPE 5: Ajustement du 
parametre h. 
ETAPE 2: Enroulement et 
clivages. 
ETAPE 4: Installation des 
supports principaux. 
ETAPE 6: Mise en place des 
supports secondaires et des 
coupleurs. 
F I G . 2.10 - Etapes de fabrication de l'mterferometre. 
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Chapitre 3 
Methode de caracterisation 
L'interferometre de 100 Mbit/sec congu et fabrique selon les prescriptions du 
chapitre 2 doit, bien stir, etre teste afln de caracteriser son comportement en tempera-
ture et en polarisation. Les methodes retenues, et le montage experimental realise font 
l'objet de ce chapitre. 
3.1 Objectifs et problematique 
La methode de caracterisation de l'interferometre a pour objectif principal de 
determiner la variation dans le delai de l'interferometre en fonction de la temperature. 
Un second objectif est de rendre la methode capable de mesurer la sensibilite en 
polarisation de l'interferometre. 
Deux methodes viennent immediatement a l'esprit : 
- Methode 1 : Mesurer directement (a une longueur d'onde donnee) l'intensite sur 
les deux branches de sortie de l'interferometre en fonction de la temperature; 
- Methode 2 : Mesurer la translation du spectre en longueur d'onde en fonction 
de la temperature. 
Ces deux methodes sont seduisantes puisqu'elles ne requierent qu'un minimum d'equi-
pement. La methode 1 ne requiert que deux detecteurs et un laser alors que la methode 
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2 ne requiert qu'une source large bande et un analyseur de spectre optique. 
La methode 1 permettrait de realiser une caracterisation au moyen de la reponse 
de 1'interferometre aux changements de difference de chemin optique entre les deux 
branches en fonction des changements de temperature 
hit) = ^{l + VcosiA^T)}} (3.1) 
h{t) - ^ { l - V c o s [ A # T ) ] } (3.2) 
Or, les equations 3.1 et 3.2 montrent que cette methode ne permet pas de determiner 
le sens de la variation de la phase. En effet, la variation etant cosinusoi'dale, 1' 
A(j)(T) comporte une incertitude sur le signe de la variation. Ainsi, cette methode ne 
permet pas de distinguer un interferometre sur-compense d'un interferometre sous-
compense. Pour cette raison, cette methode doit etre ecartee. 
La methode 2, en principe, permet de remedier a ce probleme. La position des 
minima sur la courbe spectrale de 1'interferometre varie avec la difference de chemin 
optique 
Amin °£ ALopt(T) (3-3) 
Cependant, la periode spectrale varie egalement avec l'inverse de la difference de phase 
ou ng = n — A^| est l'indice de groupe du monde fondamental. Ainsi, pour A proche 
de 1,55 //m et pour ALopt de l'ordre de 1,46 x2 m, on a A de l'ordre de 0,8 picometres. 
Or, les analyseurs de spectre optique possedent generalement une resolution maximale 
de l'ordre de quelques dizaines de pm. Done, la technologie des analyseurs de spec-
tre empeche l'observation de la structure spectrale de 1'interferometre, ce qui oblige 
Felimination de la methode. 
Nous sommes done contraints de chercher une autre methode de caracterisation 
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adequate. 
3.2 La caracterisation par modulation de phase 
L'idee ici est d'utiliser un signal module en phase avant F entree dans Finterferome-
tre pour le caracteriser. Cette idee vient du fait qu'une petite modulation de phase 
peut sonder localement la pente de la fonction de transfert I(A<fi) de l'interferometre. 
Nous verrons que cette methode permet de determiner a la fois l'importance et le sens 
de la variation du delai de l'interferometre. La modulation de phase est un processus 
par lequel un delai proportionnel a la valeur instantanee d'un signal de modulation 
est applique sur une porteuse, ici optique 
cos(<p)—>cos((/> +f(t)) (3.5) 
3.2.1 La reponse de l'interferometre a un signal module en 
phase 
Nous derivons ici la reponse de l'interferometre a une porteuse modulee en phase 
par un signal sinusi'dal. Nous suivons ici une demarche en partie inspiree de la reference 
[15] et est coherente avec la reference [16]. 
L'onde electromagnetique d'un laser peut etre decrite au moyen de son champ 
electrique 
E( t ) = E 0 cos [u0t + <f>0 + f(t)] (3.6) 
Si le signal de modulation f(t) est de type sinusoidal, le champ electrique peut s'ecrire 
E(i) = E0cos U0t + (j)Q + — COS (umt + 4>m) (3.7) 
= E0cos[^i(*)] (3.8) 
ou A<p, ujm et 4>m sont respectivement Famplitude crete a crete, la pulsation et la 
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phase initiale du signal de modulation. Pour simplifier, nous poursuivons en prenant 
4>m = 0, ce qui equivaut a dire que la modulation et la porteuse sont parfaitement 
en phase. Apres passage dans l'interferometre, l'onde ayant passe dans la branche 
longue, par rapport a l'onde ayant passe par la branche courte, a subi le delai de 
l'interferometre, T 
E(t) = E0cos 
= Eocos(02(t)) 
wo(t ~r)+(j)Q + — cos (um(t - r)) (3-9) 
(3.10) 
Done, la difference de phase des porteuses dans chaque branche de l'interferometre 
est 
A0(t) = fait) - <h{t) 
~2 
\ cos [ujmt] - cos [um(t -T)] \ + LU0T 
(3.11) 
(3.12) 
En utilisant l'identite suivante, 
cos x — cos y — -ism —-— sm (3.13) 
A(j)(t) se reecrit 
Acf)(t) = A^sin 
UmT 
sm W t , (*-5) + UJ0T (3.14) 
En pratique, comme le delai r est de l'ordre de 10 ns et que la frequence de modulation 
est de l'ordre de quelques kHz, on a uomr -C 1. Ainsi, on obtient 
. A(pUmT 
A(p{t) = — - — sm {ujmt) + UJ0T 
(3.15) 
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l + VcosA0(£)] 
1 + V cos sin (wm£) + LO0T (3.16) 
Cette expression represente la reponse d'un interferometre a un signal module en 
phase. Cependant, il est utile de poursuivre le calcul plus loin dans le but d'obtenir 
la decomposition de ce signal en serie de Fourier. 
D'abord, I(r,t) peut etre reformule de la maniere suivante 
JM) = ^ 1 + V cos I sm(umt) ) COSLOQT 
V v 
A(r,t) 
. [A(f)u;mT . . . 
sm I sinwmt ) sin(u>oT) 
B(r,t) 
J0{1 + V[A(T,t)cos(v0T)-B(T,t)sm{u)0T)]} (3.17) 
Ecrivons A(r, t) en serie de Fourier, d'abord en trouvant a0 
a0 

















Posons z = A(puJmT/2 et 9 — umt. On obtient 
a0 7T 




En utilisant la definition de la fonction de Bessel de premiere espece 
i r 
Jn(z) = — I cos (zsinO — nO) dO 
71" J o 
on voit que 




Similairement, trouvons les an 
t"ir/u>m 
I 
cos [z sin 
J-n(z) + Jn{z) 
A(f)UJmT 
sino;mt COS UJmtdt a„ = — / 
T J-if I 
pair i r i r r 
= — / cos [z sin 0 + nd) dd -\— / cos [z sin 0 — n# d# 




Or, J-n(z) = — Jn(z) pour un ordre n impair et J_n(z) = Jn{z) pour un ordre n pair. 
Ainsi, on obtient 
0 : n impair 
2Jn(z) : n pair 
Pour les bn, on procede de facon par allele 












Done, A(r,t), sous forme de serie de Fourier, peut s'ecrire 
(' A(j)U)mT 
V 2 




Par un calcul en tout point similaire, on peut obtenir 
B(r,t)= J2 2Jn ( ^ Y 1 ) sH^mt) (3.31) 
n impair 
Done, l'expression de 1'intensite du champ a la sortie de l'interferometre est 
I(r,t) = I0\l + 2V 
(A(j)UJmT\ yr-^ (A(f)U}mT\ \ 
Jo I I + 2_j Jn ( 2 ) COSnUJrnt I COSC^oT 
n pair ^ ' / 
- I Yl Jn\ —^r~)sin nuJmt)sin U°T 
\n impair 
Sous cette forme, on voit clairement que dans le domaine spectral, l'intensite est 
donnee par une serie d'harmoniques de la frequence de modulation ujm. L'amplitude 
de ces harmoniques est donnee par une fonction de Bessel d'ordre egal a l'ordre de 
l'harmonique et dont l'argument est variable avec l'amplitude du signal de modula-
tion, et du delai. Le dephasage entre deux harmoniques successifs est precisement de 
TT/2. 
On peut aussi remarquer que chaque terme de la serie de Fourier contient l'in-
formation qui est recherchee, soit la modulation du delai de l'interferometre. Ainsi, 
il est plus simple d'isoler l'amplitude d'une des frequences de la serie pour observer 
cet effet. Par exemple, on peut isoler l'amplitude de la premiere et de la deuxieme 
harmonique (n = {1, 2}) 
| /n=i(r,t) | = /„=i(r) = 2I0VJ1(^^-)smu0r (3.33) 
| /n=2(T,t) |=/„=2(r) = 2 / 0 V V 2 ( ^ ^ ) cos u>0r (3.34) 
Dans le cas ou ujm ~ 50 x 10
3 Hz, A0 ~ IT et r ~ 1 ns, l'argument de la fonction de 
Bessel est de l'ordre de 1CT5. De plus, les variations attendues de r sont de l'ordre 
de 10 fs pour 1°C ce qui produit une variation de l'argument de la fonction de Bessel 
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de l'ordre de 10~9. Pour quantifier l'effet de la variation du delai de l'interferometre 
sur la valeur des fonctions de Bessel, il est utile d'utiliser le developpement de Taylor. 
Pour e < 1, on a 
Ji{z + e) ~ Z+L (3.35) 
Mz + e) * ^ ^ (3.36) 
Ainsi, en fonction de e, les variations relatives des fonctions de Bessel sont donnees 
par 
Ji{z) ~ 4z 
ce qui donne, pour z = 10~5 et e = 10~9 
(3.38) 
4 ( 1 0 - - H 0 - ) . . 10_4 ( 3 3 9 ) r^j 
-51 Ji(10 
Ainsi, les fonctions de Bessel sont approximativement invariables. Pour clarifier ce 
point dans la notation, on pose Jx (
A^™A = 7 l e t J2 (
A^mT j = 7 a 
JB=1(r) ^ /0y7isin(u;or) (3.41) 
/ n = 2 ( r ) ~ J0V72COS(O;0T) (3.42) 
Cependant, puisque w0 est de l'ordre de 10
14s_1, les termes sinusoi'daux sont fortement 
variables avec les variations du delai de l'interferometre. 
On voit done que /„= 1(r) et In=2(i~) peuvent etre utilises comme signaux de ca-
racterisation de l'interferometre. Ces deux quantites etant en quadrature, revolution 
59 
de l'une par rapport a l'autre permet de distinguer le signe de la variation du delai. 
3.2.1.1 Obtention de la sensibilite en temperature 
Le delai de l'interferometre est relie a sa difference de phase 
r = A0M) (3.43) 
Ainsi, en introduisant la sensibilite en temperature ST tel que definie par l'equation 
2.32, on a 
T(T) = T0 + k—AT (3.44) 
done, 
dAc/) d 
T0 + k—AT 
LU0 dT ^dT
 T0 + * - m ' ( 3 - 4 5 ) 
= ksT (3.46) 
Le signal de caracterisation donne la sensibilite en temperature sT via la 
frequence observee de la caracteristique /n=i(
T) et In=2{
T) vs. T. En effet, en definissant 
u)Ti l a "frequence en temperature" des signaux de caracterisation, on a que 
^ = ±[uTT +const.] (3.47) 
= OJT (3.48) 
Done, on a 
sT = ^ (3.49) 
3.2.2 Caracterisation en polarisation 
Par son design, l'interferometre doit avoir un comportement en polarisation vari-
able suivant le parametre d'enroulement h. On propose done une methode de car-
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acterisation en polarisation en fonction de h qui utilise egalement la methode de la 
modulation de phase. 
Plus l'mterferometre est sensible a la polarisation, plus l'effet de la polarisation est 
grand sur la sa visibilite V. Ainsi, la methode consiste a injecter dans l'mterferometre 
des etats de polarisation aleatoires et de constater, pour une temperature fixe, la 
variabilite dans la puissance de sortie sur une des branches de l'mterferometre. On 
effectue cela pour plusieurs valeurs du parametre h. La puissance peut etre prise 
comme proportionnelle a In=\ ou In=2, ces deux quantites etant proportionnelles a V. 
On s'attend a ce que la variabilite (mesuree par l'ecart type a) suive une forme 
inverse a la courbe presentee a la figure 2.8. 
En reference a l'equation 2.43, faire varier aleatoirement l'etat de polarisation a 
l'entree de l'mterferometre revient a faire varier aleatoirement les grandeurs relatives 
des variables E% et Ey. Notons que la phase relative initiale entre Ex et Ey n'a aucun 
impact sur la visibilite de l'mterferometre. Ensuite, on mesure l'ecart type a sur 7n=1 
ou Jn=2 obtenu en fonction du parametre d'enroulement h. Le resultat simule attendu 
est presente a la figure 3.1. On note que les minima sur cette courbe correspondent 
au maxima de la courbe de visibilite en fonction de h, soit la courbe illustree a la 
figure 2.8. De plus, cette courbe a ete normalisee avec l'ecart type maximal attendu, 
de sorte que opoi\max - 1. 
3.3 Realisation exper imenta l 
Un montage a ete assemble pour realiser la methode presentee a la section preceden-
te. Ce montage permet de produire le signal module en phase que nous appellerons sig-
nal sonde, de produire de maniere controlee des variations dans la temperature de l'in-
terferometre ainsi que d'acquerir les signaux d'interet. Le montage est entierement pris 
en charge par un PC equipe d'un logiciel Labview qui gere la sequence experimental 




FIG. 3.1 - Ecart type apoi normalise attendu dans la reponse de l'interferometre face 
a des etats de polarisation aleatoires. 
Les paragraphes suivants decrivent le montage et ses differents elements pour en 
venir a specifier les performances du montage. 
3.3.1 Description du montage 
Le montage est divise en quatre sous-systemes, soit un systeme optique, electrique, 
thermique et informatique. L'ensemble est schematise sur la figure 3.2. Le systeme 
optique comporte la source laser, un controleur de polarisation, l'interferometre lui-
meme, un detecteur, et des fibres optiques de connexion. Le systeme electrique re-
groupe un module de detection synchrone et un thermometre numerique de type RTD 
de haute precision. Le systeme thermique est compose d'un refroidisseur a eau, d'un 
bain thermique et d'un echangeur de chaleur. Finalement, un systeme informatique, 
compose d'un PC et d'un logiciel Labview est relie electriquement a l'amplificateur, 



























Optique Electrique Thermique 
FlG. 3.2 - Montage experimental. 
Le montage est congu de maniere a permettre la caracterisation d'interferometres 
jusqu'a 2 m de difference de chemin optique. Cette donnee constitue la principale 
contrainte sur les sous-systemes du montage. 
3.3.2 La source laser 
La source laser sert de source de puissance optique pour le montage. Pour servir 
dans le montage, ce laser doit etre 
1. tres etroit en longueur d'onde (par rapport a la structure du spectre de l'in-
terferometre) 
2. tres stable en longueur d'onde. 
La premiere contrainte est reliee au fait que le laser doit permettre de bien discriminer 
en longueur d'onde. La deuxieme contrainte traduit le fait que le laser doit etre une 
source de variabilite negligeable devant les variations dans les caracteristiques de 
l'interferometre a tester. 
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En supposant le delai r fixe, on peut quantifier le premier critere, en limitant la 
largeur en longueur d'onde, a 5 % de l'ecart entre deux franges de l'interferometre, 
soit 0,8 pm pour un interferometre 100 Mbit/sec a A = 1550 nm 
AAZaser < 0,8 pm x 0,05 
< 0,04 pm 
Le second critere se quantifie en considerant un delai r constant, et en limitant le 
changement de phase entre les extremites dans la bande ou varie la longueur d'onde, 
a 5 % de 2n. Ainsi, en frequence 
Au0r < 2TT x - x 0,05 ~ 0,15 rad (3.50) 
Avec r ~ 10 ns, on trouve 
Au;0 < 10
9 s"1 (3.51) 
Pour A = 1550 nm, ceci donne 
AA0 < 0,02 pm (3.52) 
Dans le but de satisfaire ces specifications, particulierement la specification de 
stabilite en frequence, nous avons utilise un laser special qui est asservi sur une raie 
d'emission d'un gaz. La raie d'emission du gaz etant extremement stable, une boucle 
de retroaction utilise cette raie comme reference pour controler la longueur d'onde 
d'emission d'un laser DFB. 
Ce laser possede egalement d'autres avantages. La retroaction en longueur d'onde 
fonctionne en modulant legerement la frequence du laser autour d'une valeur fixe 
(modulation de quelques kHz sur une frequence optique de Fordre de 200 THz) et en 
mesurant le retard de phase de la modulation apres que le rayon laser ait ete filtre 
par le gaz de reference. Comme pour un filtre basse-bande electrique, le retard de 
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phase de la modulation est nulle si la longueur d'onde du laser est centree sur la raie 
d' emission du gaz. 
Ainsi, en plus de stabiliser la longueur d'onde d'emission du laser, cela signifie 
que le laser est module en frequence. Cette modulation, sinusoi'dale, est formellement 
equivalente a une modulation de phase, de la forme voulue. On a 
u(t) - vQ - Au sin (umt + (j)m) (3.53) 
Puisque 2-KV = d$/dt, on integre pour obtenir la phase 
$(i) = 2TT vQt -\ cos {umt + <pm) + (3.54) 
ce qui est equivalent a la modulation de phase supposee dans l'equation 3.9 avec 
^ _ 2ZJ±IL_ Ainsi, il n'est pas necessaire d'inclure un modulateur de phase proprement 
dit dans le montage : le laser construit de maniere inherente et rigoureuse le signal 
sonde. 
3.3.3 Le module de detection synchrone 
Le module de detection synchrone est un dispositif de filtrage electronique qui 
agit comme un flltre passe-bande analogique ajustable de haute qualite, centre sur la 
frequence d'un signal de reference. 
Ce dispositif a done deux entrees : (1) le signal a filtrer et (2) le signal de reference, 
tel qu'illustre a la figure 3.3. Le signal de reference est utilise pour fixer la frequence 
et la phase d'un oscillateur interne de haute qualite. La frequence est determinee 
par comparaison du signal avec un seuil de 1 V. Celle-ci peut etre flxee egale a celle 
du signal de reference (1/) ou a son double (2/) . Le signal de l'oscillateur interne 
et le signal de reference sont compares via un phase-lock loop (PLL) qui produit 
une synchronisation entre les deux signaux (ou un dephasage fixe). Cette fagon de 


















FIG. 3.3 - Fonctionnement general du module de detection synchrone 
qu'elle soit periodique, de periode et de phase constante. Pour le reste du circuit du 
module de detection synchrone, c'est le signal de l'oscillateur interne qui est utilisee 
pour faire le traitement du signal. 
Le filtrage est realise en multipliant le signal a filtrer par le signal de l'oscillateur 
interne et en passant le resultat dans un filtre passe-bas. Ceci est fait avec le signal de 
reference et avec ce meme signal, dephase de 90°. Ainsi, on obtient deux signaux de 
sortie, identifies par X et Y, qui peuvent etre considered comme etant la projection 
sur cos(urt) et sin(u;r£) respectivement (ou uir est la pulsation du signal de reference). 
On obtient done non seulement l'equivalent d'un filtrage passe-bande, mais aussi 
une indication sur revolution de la phase entre le signal a filtrer et le signal de 
reference. On peut aussi separer l'effet de la phase et de l'amplitude du signal filtre 
en prenant la somme rectifiee de X et Y : R — \/X2 + Y2 et en prenant la tangente 
inverse du quotient de X et Y : </> = tan - 1 Y/X 
Dans le cas du signal recueilli a la sortie de l'interferometre excite par le signal 
sonde I(T, t) tel que donne par l'equation 3.32, on peut trouver la forme attendue 
pour les signaux X et Y. On ecrira les signaux de l'oscillateur interne comme suit 
V 'int X COs(LJintt + (f)int) 




En se referant a la figure 3.2, on voit que le generateur de fonctions est connecte au 
modulateur de phase et au module de detection synchrone. On realise ce branchement 
pour utiliser le signal de modulation comme signal de reference pour le module de 
detection synchrone. Done, si la frequence de modulation est de um, on aura 
Mint = W m (3.57) 
sous Faction du PLL. 
Via le detecteur branche sur le port d'entree du module de detection synchrone 
(signal a filtrer), pour le canal de sortie X, l'appareil realise une multiplication par 
V£n* pour donner V£ 
V*=I0<1 + V 
(A(j)UJmT\ ^ /A(f)L}mT\ \ 
2J0 I J + 2 ^ Jn I 5 J
 COSnu;rnt I COS LU0T 
x cos(iomt + (f>int) 
n pair 
+ I 2_^ Jn\ — o — J s m nuJmt 1sm U°T 
\n impair ^ ' / , 
En distribuant la multiplication par cos(c<;mi + 4>int), il vient 
Vx = h cos(ujmt + <j)int) 
+ 2I0V COs(umt + 4>int)Jo f Y~ J 
+ IQV cos UQT ^2 Jn ( 7T— j cos numt cos(u)mt + <f>int) 
n pair ^ ' 
+ I0V sinUJ0T ^ Jn ( ~ - J sin numt cos(umt + <j>int) 
n impair ^ ' 
On utilise alors les identites trigonometriques suivantes 
cosfs +1) + cos(s — t) 
cos s cos t = 
2 
sin(s + t) + sinfs — t) 
sm s cos t = 
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et on trouve 
Vx — h cos(umt + <f>int) 
+ 2I0Vcos(u)mt + 4>int)Jo 
+ - y - COSC ôT ] P Jn ( Y~ 1 {COS ((n + l ) w m t + </>mt) + COS ((n - l)umt - (/)int)} 
n pair 
y-sinwor ] P J„ f — - ^ ^ J {sin ((n + l)comt + (pint) + sin ((n - l)umt - 4)int)} + 
2 
n impair 
Le module de detection synchrone appliquera alors un filtre passe-bas sur V£ qui 
filtre tout sauf le niveau DC. Dans l'equation ci-haut, on peut remarquer que seul le 
terme avec n = 1 fera une contribution de frequence nulle. Tout les autres termes ont 
une frequence multiple de uim. Done, le signal de sortie X est donne par 
xwm = — y ~ sin (W0T) JX I — ^ — J sin (fcnt) (3.58) 
De fagon similaire on a 
Yi*n = -7T" s i n (W0T) J I ( - ^ - 1 COS {(pint) (3.59) 
Si Ton calcule i? = \/X2 + Y2, on trouve 
IoV 
-*ki>m 
. , . , A(f)U!mT 
sin (a>0T) J I (3.60) 
Ainsi, les signaux Xu)m et Yulm sont en tout point semblable a la forme generique de 
l ' equat ion 3.41, et done chacun p e u t e t re utilise comme ce signal de caracterisation. 
L'oscillateur interne du module de detection synchrone peut aussi etre regie pour 
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osciller a deux fois la frequence du signal de modulation. Dans ce cas, on a 
V™* = cos(2u;mt + <j>int) 
V^nt = sm(2ujmt + 4>int) 
(3.61) 
(3.62) 
Ainsi, pour V£, on a 
V£ = I0 COs(umt + (pint) 
+ 2IQV cos(u;TOt + (f>int)Jo 
A(j)U}mT 
+ - y - COSWoT J ^ Jn ( ^ ^ ) {
COS ((W + 2 ) W r n i + ^ n * ) + COS ^ n ~ 2)Wm* - <f>int)} 
n pair ' 
+ - | - s ino ;or J ^ J„ (—-^— J {sin((n + 2)wmi + 0int) + sin((ra - 2)u;mt - </>int)} 
n impair 
En cherehant les termes de frequence nulle (avec n = 2), on voit que le signal X est 
X2u;m = ~7T
 C 0 S (W0T) J 2 r COS {(f)int) 
Similairement pour Y 
y^m = 2~ c o s (WOT) J2 I 2 )











Done, les signaux X^m e^ Y%jm
 s o n^ chacun analogues a la forme du signal de car-
acterisation 3.42. 
On voit done que l'utilisation du module de detection synchrone permet concre-
tement d'obtenir les signaux de caracterisation en quadrature recherches. 
Dans notre montage, nous avons utilise le module de detection synchrone SR530 
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de Stanford Research Systems. Celui-ci donne acces aux signaux de caracterisation 
via un port IEEE 488 (GPIB). 
3.3.4 Le systeme de controle de la temperature et d'acquisi-
tion des signaux 
Le but du systeme de controle et de la temperature est d'imposer un balayage en 
temperature a l'interferometre. 
Pour cela, un refroidisseur a eau l fait circuler de l'eau distillee de temperature 
controlee dans un serpentin de tuyau de cuivre a l'interieur d'un bain thermique. 
La temperature de l'eau est fixee et controlee par le refroidisseur a eau. Le bain 
thermique est compose d'un grand bassin d'eau dans lequel fiotte un contenant pour 
l'interferometre, le tout isole thermiquement de son environnement via une epaisse 
enveloppe de polystyrene expanse. Dans le bain, on trouve egalement un thermometre 
numerique de haute precision de type RTD2. Un ordinateur avec un logiciel Labview 
permet de fixer la temperature du refroidisseur a eau, acquiert du thermometre la 
temperature dans le bain et agit pour controler celle-ci. 
Pour faire le balayage, le programme est regie pour maintenir un differentiel de 
—3°C entre le refroidisseur a eau et le bain (le balayage se fait toujours en temperature 
decroissante). Cela produit un taux tres lent de variation de la temperature : envi-
ron 0,35°C/heure, afin de permettre le temps pour l'acquisition des signaux de car-
acterisation. 
Le systeme d'acquisition est base sur l'interrogation du module de detection syn-
chrone par le logiciel Labview via son IEEE 488. Toutes les 5 secondes environ, le 
logiciel obtient une mesure des signaux Xu3m et Yulm. 
^1 s'agit d'un appareil chauffant ou refroidissant permettant de produire et pomper un fluide a 
une temperature fixee. 
2 Resistance Temperature Detector : instrument de mesure de temperature base sur la variation 
de la resistance d'un element sensible. 
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3.3.5 Controle de polarisation 
Pour effectuer la caracterisation en polarisation, le montage est identique a celui 
de la caracterisation en temperature, mais on insere une boucle de Lefevre [17] entre 
le laser et l'entree de l'interferometre. La boucle de Lefevre permet d'arbitrairement 
transformer l'etat de polarisation du signal sonde : en configurant aleatoirement la 




En appliquant la methode de conception et de fabrication du chapitre 2, deux 
interferometres de Mach-Zehnder tout-fibre ont ete fabriques. L'objet de ce chapitre 
est la presentation des resultats obtenus pour les caracterisations en temperature et 
en polarisation de ceux-ci. 
4.1 Caracteristiques des interferometres fabriques 
On presente au tableau 4.1 les caracteristiques decrivant les interferometres qui 
ont ete fabriques. 
On remarque que l'interferometre B ne possede pas les longueurs de branches 
qui lui permet de realiser la compensation thermique passive. En effet, pour cet in-
terferometre, on a Li/L2 — 0,909 alors que l'interferometre A possede le rapport 
de longueurs requis pour la compensation thermique passive, soit L\jLi — 0,900. 
Par consequent, on ne s'attend pas a ce que l'interferometre B soit thermiquement 
stabilise. Par contre, les deux interferometre ont A./V = 4 et des caracteristiques 
d'enroulement identiques. 
Ainsi, nous avons utilise 1'interferometre A pour etudier la compensation thermique 
passive et l'interferometre B pour etudier la compensation de birefringence. 
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TAB. 4.1 - Caracteristiques des inter 







































































4.2 Presentation des resultats 
4.2.1 Caracterisations en temperature 
4.2.1.1 Resultats bruts 
Chaque interferometre, A et B, fut caracterise en temperature deux fois arm de 
verifier la repetabilite des resultats. 
Pour l'interferometre A, les deux caracterisations ont ete faites sur une plage 
de temperatures entre 20°C a 24°C. Pour la premiere caracterisation les signaux de 
caracterisation {XU}m,X2um) et {YUJm,Y2^m) obtenus sont presentes sur les figures 4.5 
et 4.6 respectivement. Les resultats de la seconde caracterisation sont donnes sur les 
figures 4.7 et 4.8. 
Dans le cas de l'interferometre B, les resultats obtenus sur une plage de 22°C a 
24°C sont illustres sur les figures 4.1 a 4.4. 
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T[°C] 
FIG. 4.1 - Interf. A : signaux de caracterisation XUJm et X<iUm (experience #1). 
F IG. 4.2 - Interf. A : signaux de caracterisation Yu et Y2UJm (experience #1) 
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F I G . 4.3 - Interf. A : signaux de caracterisation XUm et X<^m (experience #2). 





FIG. 4.5 - Interf. B : signaux de caracterisation XLJm et X2uJm (experience #1). 
T[°C] 
F I G . 4.6 - Interf. B : signaux de caracterisation YWm et y2u>m (experience #1). 
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FlG. 4.7 - Interf. B : signaux de caracterisation XWm et -X"2u,m (experience #2). 
> 
E 
FlG. 4.8 - Interf. B : signaux de caracterisation YU)m et Y2u}m (experience #2) 
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4.2.1.2 Sensibilite en temperature 
Sur les graphiques de resultats bruts, chaque point represente une acquisition des 
signaux a la temperature mesuree correspondante. Superpose sur ce graphique, on 
apergoit plusieurs segments de courbes (en gris) lisses. Ceux-ci sont de la forme 





ou l'indice i designe le segment. Chaque signal, Xulm et X2a;m a ete lisse independam-
ment sur les points experimentaux par la methode des moindres carres sur (u>^, <fl). 
Les amplitudes a et b ont etes maintenues constantes afin de reduire l'espace de 
lissage. De plus, il importe de noter que chaque segment est lisse sur une plage de 
temperature plus petite que la periode des signaux de caracterisation, de sorte que 
chaque (ulT, <£
l) donne une mesure locale de la frequence en temperature en fonction 
de cette derniere. 
De ces signaux de caracterisation, nous pouvons en extraire la valeur de la sensi-
bilite en temperature ST en utilisant la methode presentee a la section 3.2.1.1. Ainsi, 
on peut utiliser les valeurs des UJ1T pour obtenir une sensibilite locale 
Comme la sensibilite est commune pour tous les signaux de caracterisation et que les 
lissages sur chaque signal sont independants, nous avons quatre mesures independantes 
de la sensibilite en temperature. 
Pour l'interferometre A, les figures 4.9 et 4.10 donnent la sensibilite en temperature 
obtenue lors des caracterisations # 1 et #2 respectivement. Les points sur ces courbes 
representent la moyenne des quatre mesures de la sensibilite alors que les barres 
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F I G . 4.9 - Interf. A : sensibilite en temperature (experience #1). 
Les figures 4.11 et 4.12 donnent la meme information pour l'interferometre B. 
4.2.2 Caracterisation en polarisation 
Seul l'interferometre B est caracterise en polarisation. 
Pour cela, nous avons applique la methode presentee a la section 3.2.2. Les resultats 
sont presented a la figure 4.13. 
Ainsi, pour une valeur h donnee, nous avons place l'interferometre dans le bain 
thermique afin de stabiliser sa temperature comme le suppose cette methode. Cepen-
dant, le bain ne permet pas de stabiliser la temperature jusqu'au niveau requis, soit 
environ une stabilite a ±0,006°C. Nous avons done eu recours a une methode de "fil-
trage" par lequel seuls des points obtenus pour une temperature moyenne ±0,006°C 
ont etes retenus pour l'analyse. Ceci permet de reduire l'effet de la variabilite en 
temperature assez pour structurer les resultats, sans totalement l'eliminer cette source 
d'erreurs. 
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FIG. 4.12 - Interf. B : sensibilite en temperature (experience #2). 
On voit egalement sur la figure 4.13 la variance attendue en fonction de h, ainsi 
qu'une variance ajustee. Cet ajustement correspond a une diminution uniforme de 
45% en termes de <$£ en fonction de h (c.-a-d. que 4^ajUSte{ti) = O,550^(/i)). 
4.3 Discussion 
4.3.1 Sensibilite en temperature 
D'abord, il est utile de noter que, si des fibres SMF-28 avaient etes utilises pour 
les deux branches, des interferometres la sensibilite thermique aurait ete de 
ST\SMF-28 — ani [L2 ~ -^l] 
= 0,92 x 10"5 [20,419 - 18,377] 




F I G . 4.13 - apoi en fonction de h. 
Ainsi, tel qu'attendu, on voit sur les figures 4.5 a 4.8 que 1'interferometre B n'est pas 
stable en temperature, mais sa sensibilite est amelioree par un facteur d'approxima-
tivement 2 par rapport a un interferometre non compense. 
Par ailleurs, l'observation des figures 4.1, 4.2 et 4.9 nous permet de constater une 
stabilisation thermique de l'interferometre A autour de 22,6°C, ce qui est tout-a-fait 
conforme aux predictions. Ceci semble done demontrer de l'on a atteint un des plus 
importants objectifs des design, soit la compensation thermique passive. 
Malheureusement, l'observation des 4.3, 4.4 et 4.10 vient troubler cette conclusion. 
Ces figures montrent non seulement que le comportement thermique n'a pas ete repete 
d'une caracterisation (identique) a l'autre, mais que la stabilite thermique est en fait 
inferieure a celle attendue pour un interferometre sans compensation thermique. En 
effet, on remarque sur la figure 4.10 que pour T < 21°C, on a sT > 1,87 x 10~
5 m/K. 
Ces resultats sont contradictoires et demontrent certainement qu'un parametre 
affectant le comportement thermique des fibres echappe au modele suppose pour la 
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compensation thermique passive. 
Deux effets pourraient etre a l'origine de ce comportement, soit (1) une temperature 
non-uniforme dans le bain de caracterisation ou (2) l'effet des gaines polymeriques 
des fibres sur les caracteristiques thermiques de celles-ci. 
4.3.1.1 L'effet d'une temperature non-uniforme dans le bain de caracte-
risation 
Comme nous n'avions qu'une mesure de la temperature dans le bain, nous ne 
pouvons retroactivement evaluer la presence ou l'importance d'une temperature non-
uniforme dans le bain de caracterisation. Cependant, on peut tenter d'etudier la 
credibilite de cette hypothese en considerant l'effet d'une difference de temperature 
d'une branche (ou portion de branche) par rapport a l'autre. 
Dans la discussion sur l'effet de la compensation thermique passive (section 2.2), 
on suppose en tout temps une temperature egale sur les deux branches. Ceci a ete 
reflete dans la conception et la fabrication des interferometres : a enroule le plus pos-
sible les fibres des deux branches cote a cote, tel qu'illustre sur la figure 2.9(b). Or, 
la branche de P+ est plus longue que la branche de SMF-28. Done, les quatre tours 
supplement aires de cette fibre, dans l'enroulement, ne peuvent etre mis en correspon-
dance directe avec un segment de fibre SMF-28 pour ce qui est de la compensation 
thermique passive. 
Supposons, pour fins de discussion, qu'une portion V de la branche de fibre P+ 
soit a une temperature differente de celle du reste de l'enroulement. On notera alors la 
temperature de ce segment T" et la temperature du reste T. Dans ce cas, en reference 
a l'equation 2.29 (moins l'effet negligeable de la dilatation thermique), la difference 
de phase de l'interferometre s'ecrit 
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F I G . 4.14 - Non-uniformite de la temperature du bain : variation de la sensibilite 
mesuree. 
Ceci mene a la definition de deux termes de sensibilite en temperature 
s'T = [(£2 - L')an2 - Lianx) 
sT = L ar, KU2 
(4.4) 
(4.5) 
Dans ce cas, si on mesure une sensibilite s'T a la temperature T, la sensibilite changera 
en fonction de T" — T 
ST' mesuree 
= s'T + s'T(T' - T) (4.6) 
Sur la figure 4.14, on trace l'equation 4.6 avec T fixe a 23°C en fonction de T' pour 
differentes valeurs de L' et avec la sensibilite nominale s'T fixee a 0,5 x 10
- 5 m/K. 
On voit sur cette figure que la non-uniformite de la temperature dans le bain peut 
resulter en une variation appreciable de la sensibilite mesuree. II est meme possible 
que la sensibilite approche 0 pour des gros gradients de temperature. Par contre, des 
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variations dans le bain au dela de (T' — T) = ±0,1°C semblent invraisemblables. 
En effet, comme le taux variation de temperature dans celui-ci est de 0,35°C/heure, 
il semble irrealiste d'imaginer des gradients de temperatures au dela de 0,1°C. Des 
gradients de 1°C sont certainement exclus. 
Or, on voit que meme pour V = 47rDeq (soit une longueur egale a toute la longueur 
excedente de fibre P+) la sensibilite ne varie qu'entre 0,3 x 10~5 m/K et 0,7 x 10~5 
m/K pour (V -T) = ±0,1°C. 
Ainsi, l'effet de la non-uniformite de la temperature dans le bain ne peut expliquer 
les variations importantes dans les valeurs de ST mesures. En particulier, cet effet ne 
peut expliquer le passage par zero dans la sensibilite de l'interferometre A observee 
a la figure 4.9. 
4.3.1.2 Effet de la gaine polymerique 
II semble raisonnable d'emettre l'hypothese que, dans le bain thermique, la presence 
d'humidite qui serait absorbee par la gaine polymerique des fibres, pourrait affecter 
les resultats. II semble en effet probable que le bain thermique puisse imbiber cette 
gaine d'humidite, contrairement a la silice de la fibre. Suivant cette logique, les gaines 
rajoutes sur les epissures pourrait aussi s'humidifier. 
Ceci pourrait expliquer les variations entre caracterisations, bien que nous n'ayons 
aucune facon de le demontrer. Les mesures # 1 de l'interferometre A ont ete effectuees 
immediatement suivant sa fabrication. Les mesures # 2 ont ete effectuees le lende-
main. Ces caracterisations se font toujours de la temperature elevee (ici 24°C) vers la 
temperature basse (ici 20°C). Pour faire les deux caracterisations, la temperature fut 
cyclee completement une fois entre 24°C et 20°C. Si effectivement la gaine polymerique 
absorbe de l'humidite, on s'attendrait a un comportement de forte hysteresis. 
On peut done imaginer que la gaine etait completement seche lors de l'introduction 
de l'interferometre dans le bain. Elle a alors absorbe de l'humidite pendant plusieurs 
heures atteignant la saturation vers la fin de la caracterisation # 1 , tel que suggere 
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par le comportement asymptotique de la courbe de la figure 4.9. Entre les deux 
caracterisations, on observe un effet d'hysterisis sur la gaine polymerique. 
Si cela est vrai, alors (1) la gaine affecte tres significativement le comportement en 
temperature des fibres et (2) la gaine est assez fortement affecte par l'humidite. C'est 
l'intuition de l'auteur que ce phenomene est responsable de la variabilite observee 
entre les caracterisations. 
4.3.2 Sensibilite en polarisation 
En fonction du parametre d'enroulement h, la figure 4.13 montre un comportement 
qualitativement conforme aux attentes : la birefringence produit des battements pour 
des valeurs de h discretes. Dans notre cas, on observe un minimum de variabilite apoi 
(correspondant directement a un maximum de visibilite V) vers h « 11,25 cm et 
h ~ 6 cm, alors que la simulation a mene a la valeur optimisee h = 11,64 cm. 
II est a noter que la methode utilisee, en particulier pour reduire l'effet de la 
temperature, ne permet pas de reduire la variabilite a zero comme ce serait le cas 
theoriquement. En effet, la methode de "filtrage en temperature" utilisee a ses lim-
ites : le thermometre RTD utilise possede une resolution officielle de 0,01°C, ce qui 
est au dela de la tolerance voulue de 0,006°C. Cependant, le thermometre fournit une 
troisieme decimale lorsqu'utilise en mode RS-232. II est probable que cette troisieme 
decimale ne soit pas metrologiquement significative, mais on l'utilise ici neanmoins 
pour effectuer le filtrage. Comme cette troisieme decimale est tres incertaine, la vari-
abilite due a la temperature ne peut etre eliminee et, par consequent, on ne peut 
reduire la variabilite apoi a zero. 
Par ailleurs, l'observation de la figure 4.13 montre que le comportement quantitatif 
de dpoi versus h n'est pas conforme aux attentes (voir la ligne tiretee u<Jpoi prevu"). 
Plus precisement, les resultats obtenus montrent que la simulation a mene a une 
exageration de la birefringence de la fibre en fonction de h. Pour estimer l'ampleur de 
cette exageration, nous avons empiriquement ajuste la courbe de (j>^ en fonction de h 
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afin d'obtenir un comportement conforme aux mesures. Le resultat de cet ajustement 
est la courbe uapoi ajuste" sur la figure 4.13. Cette courbe represente un ajustement 
constant de —40% de la dependance de <p^ avec h, soit un ajustement considerable. 
Deux causes sont probablement en jeu. 
Premierement, dans le calcul de la birefringence, il y a une ambiguite sur le fait 
d'inclure ou non la gaine polymerique dans la valeur de r, soit le rayon transversal 
de la fibre. A ce sujet, les references ne sont pas claires. Dans la reference [14] on 
specifie qu'on a retire la gaine polymerique de la fibre afin d'en caracteriser les effets 
de birefringence, sans specifier si ces resultats sont utilisables ou pas si la gaine est en 
place. Dans la reference [18] on n'est pas specifique du tout. Dans le calcul de theorique 
de $% effectue (voir la figure 2.4), nous avons inclus la gaine polymerique dans la 
valeur de r, done r = 250 /̂ m (vs. r = 125 /iva si on l'avait exclut). Cependant, comme 
la gaine polymerique possede des caracteristiques mecaniques tres differentes de celles 
de la silice, il serait raisonnable de ne pas compter la rayon de cette gaine a 100%. 
On pourrait, par exemple, se donner un rayon effectif de req ~ 190 jum. Comme la 
birefringence de courbure varie en r2, le fait de prendre req ^ 1 9 0 /um correspond a un 
ajustement d'environs —40% sur 4>tr v s ^- Ainsi, de maniere generale, l'incertitude sur 
la valeur r a utiliser dans les calculs est une source importante d'incertitude affectant 
la relation theorique de <$£ vs h. 
Deuxiemement, bien que l'interferometre soit fabrique en evitant d'introduire de 
la torsion dans la fibre enroulee, il n'est pas totalement impossible que celle-ci soit 
presente. L'effet de la torsion est, en theorie, petit, mais son effet peut s'ajouter ou 
se soustraire a la birefringence totale en fonction de la direction de la torsion. 
Par contre, il semble improbable que la torsion soit responsable du comportement 
mesure. Pour s'en convaincre, on note que la birefringence de torsion est approxima-
tivement de [18] 
PT w 0,146r [m
_1] (4.7) 
ou r est le nombre de tours/m (en torsion) de la fibre. II est important de noter que 
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cette birefringence est circulaire. Done, une torsion pouvant ajuster la birefringence de 
40% serait de l'ordre de 2 tours/m, soit approximativement 1 tour de torsion par tour 
d'enroulement. Puisque l'enroulement s'est fait directement du rouleau de fibre au 
mandrin d'enroulement, avec une distance entre les deux d'environs 1 m, la presence 
d'un tour de torsion par tour d'enroulement semble improbable. 
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Conclusion 
Dans ce memoire, nous avons presentes un design d'interferometre a tres long 
delai adapte pour une utilisation comme decodeur de qubits dans un schema de QKD 
par DPSK. Celui-ci fut developpe a partir des contraintes et tolerances specifiques 
a cette utilisation. Nous avons egalement presente une methode tres precise de car-
acterisation, la caracterisation par modulation de phase permettant la caracterisation 
thermique de tels interferometres. 
Le design de l'interferometre est fonde sur deux concepts originaux, essentiellement 
sans precedent dans la litterature scientifique, soit la compensation thermique passive 
et la compensation de birefringence. De plus, la caracterisation par modulation de 
phase, egalement originale, represente une methode tres pratique et extremement 
precise developpee a partir de quelques methodes semblables publiees. 
L'application de la caracterisation par modulation de phase, nous a permis de 
tester les concepts de compensation thermique passive et de compensation de birefrin-
gence. Par ce fait meme, nous avons egalement valide la methode de caracterisation. 
Les resultats obtenus ont demontre le fonctionnement de la compensation ther-
mique passive : nous avons obtenu un interferometre de 100 MHz stable autour de 
22.6°C. Par contre, la stabilite de cet interferometre semble elle meme "volatile", 
probablement a cause des variations des caracteristiques de la gaine, tel que suggere 
par des caracterisations repetees. 
Pour ce qui est de la compensation de birefringence, les caracterisations ont 
egalement montre le fonctionnement de ce concept. Cependant, les tests on demontre 
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que le modele utilise pour le design doit etre calibre afin de le faire correspondre 
quantitativement avec les resultats obtenus. 
Plusieurs travaux pourraient etre effectues pour poursuivre ce travail. 
Premierement, la compensation thermique passive repose sur la connaissance tres 
precise du rapport des coefficients thermo-optiques des fibres SMF-28 et P+. Mal-
heureusement, les auteurs sur ce sujet ne s'interessent generalement qu'a l'influence 
de l'effet thermo-optique sur la dispersion dans les telecommunications optiques et 
done seule la fibre SMF-28 est caracterisee. II serait done tres interessant d'utiliser 
le montage de caracterisation par modulation de phase afin d'effectuer des mesures 
comparatives precises de l'effet thermo-optique dans les fibres P+ et SMF-28. 
Deuxiemement, les resultats obtenus ont mis en lumiere l'effet possible de la gaine 
polymerique sur le comportement thermique de l'interferometre. Consequemment, il 
serait souhaitable de realiser des interferometres ayant differents types de gaines par 
exemple en aluminium, en or, en cuivre voire meme sans aucune gaine protectrice. 
Pour 1'interferometre sans gaine, afin de maintenir une certaine robustesse, il serait 
fort utile de developper une protection secondaire, un packaging pour l'ensemble de 
1'interferometre par exemple. 
Troisiemement, la tolerance calculee pour les longueurs de fibres de branches, soit 
1 mm, represente sur des longueurs de l'ordre de 20 m, une tolerance de 0,005%. La 
methode de fabrication proposee dans ce texte ne permet pas de controler avec une 
telle precision la longueur des fibres. On estime plutot avoir une precision de l'ordre 
de 1 cm, soit 0.05%, ce qui est deja tres precis. Dans ce contexte, le fait d'obtenir un 
interferometre stable releve d'une certaine chance. II serait par consequent tres utile 
de developper une methode de fabrication permettant de controler la longueur des 
fibres jusqu'a 1 mm. 
Quatriemement, afin d'etre utile pour la QKD par DPSK a l'exterieur d'un labo-
ratoire, 1'interferometre devra etre insere dans une enceinte protectrice permettant 
egalement le controle de la temperature. 
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En conclusion, il est Pespoir de l'auteur de ce memoire qu'il jette les bases formelles 
permettant le developpement futur de cette technologic 
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Annexe A 
Elements de science 
cryptographique 
Pour clarifier leur utilisation dans ce texte, il est utile de definir certains termes. 
Nous nous inspirons ici de la reference [2]. 
Alice et Bob Deux participants legitimes a une communication. 
Eve Participant illegitime (espion) de la communication entre Alice et Bob. 
Texte clair Un texte organise et normalement comprehensible (comme un texte 
frangais par exemple), contenant les informations a transmettre entre Alice et 
Bob. 
Clef Information detenue uniquement par Alice et Bob (et pas Eve), qu'ils utilisent 
respectivement pour chiffrer et dechiffrer un cryptogramme. 
Texte chiffre Texte resultant de Fapplication de la clef et du protocole cryptographi-
que sur le texte clair; normalement incomprehensible pour Eve qui n'a pas (a 
priori) la clef. 
Canal Voie de transmission entre Alice et Bob. 
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Systeme cryptographique Un quintuplet forme de {VjC,K,,£,V} satisfaisant les 
conditions suivantes 
1. V designe l'espace des textes clairs; 
2. C designe l'espace des textes chiffres; 
3. K, designe l'espace des clefs; 
4. Pour tout K € /C, il existe une regie de chiffrement e# € 8 et une regie 
de dechiffrement dx E V correspondante. Les fonctions ex : V —> C et 
dx '• C —> V sont telles que e ^ d ^ x ) ) = x pour un texte clair x £ V. 
Ainsi, l'objectif de la cryptographie est de produire, a partir d'un texte clair, un 
texte chiffre tel qu'Alice et Bob puissent se le communiquer via un canal non-securise 
sans qu'Eve ne puisse comprendre le texte chiffre qu'elle voudrait intercepter. 
Le secret parfait 
En 1949, un chercheur de Bell Labs Claude Shannon publia Particle fondateur 
de ce qui est maintenant connu sous le nom de la theorie de l'information. Cette 
theorie permet de decrire formellement ce qui definit le secret, notion fondamentale 
en cryptographie. 
Soit une distribution de probabilite sur l'espace des textes clairs V. Soit une 
distribution de probabilite sur l'espace des textes chiffres C. Soit un texte clair x £ X 
et un texte chiffre y € Y, ou X et Y sont des variables aleatoires soumises aux 
distributions V et C, respectivement. On note Pr[X = x] = Pr[x] la probabilite que 
le texte clair soit a priori egal 
Un systeme cryptographique assure la confidentialite parfaite au sens de la theorie 
de l'information si 
Pr[x|y] - Pr[x] (A.l) 
Autrement dit, si la probabilite d'occurrence d'un texte clair demeure inchangee etant 
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donnee le texte chiffre, l'obtention du texte chiffre ne diminue en rien l'incertitude 
qu'on avait a priori sur le texte clair. Dans ce cas, le texte chiffre ne revele aucune 
information sur le texte clair, et le systeme est d'une confidentialite parfaite. 
On peut utiliser cette definition tres generale pour decrire davantage ce que cons-
titue un systeme a confidentialite parfaite. L'equation A.l implique que Pr[j/|a:] = 
Pr[y]. Or, si l'element y existe dans C, c'est que Pr[y] > 0 (si Pr[y] — 0, l'element 
y serait ejecte de C). Done, si Pr[y|x] > 0, il existe au moins une cle K pour chaque 
texte clair x tel que ex(x) = y. Ainsi, un systeme a confidentialite parfaite doit 
satisfaire 
\K\ > \C\ (A.2) 
Puisque toute regie de dechiffrement doit faire correspondre de maniere unique un 
texte chiffre y avec un texte clair x (regie injective), on a toujours 
\C\ > \V\ (A.3) 
Dans le cas limite ou \V\ = \JC\ = \C\, on peut pousser le raisonnement plus loin. 
L'espace \C\ est donne par l'application de la regie de chiffrement ex(x) sur l'espace 
\V\. Ainsi 
\C\ = \{eK(x) : K E JC}\ (A.4) 
= \K\ (A.5) 
Done, dans ce cas, il n'existe pas deux clefs K\ et K2 distinctes telles que eKx(x) = 
&K2{
X)
 = y-i ca.d. qu'il n'existe qu'une clef K pour chaque texte chiffre y. En termes 
de probabilite, ceci equivaut a Pr[y|x] = Pr[K = K\. En utilisant le theoreme de 
Bayes, on a 
„ r , , PrMxlPrlxl ., . 
PT[xly] = Pv[y} ( A - 6 ) 
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- PT[X] (A.7) 
Pr[K] = Pv[y] (A.8) 
Comme K peut etre n'importe quel element de K, et que y peut etre n'importe quel 
element de C, cette egalite est independante du texte chiffre choisi. Done, chaque clef 
possede la meme probabilite uniformement egale a Pr[?/]. Comme il y a |/C| clefs, cette 
probabilite est de 
Pr[K] = -±r (A.9) 
I'M 
Inversement, on a que chaque texte chiffre est equiprobable avec Pr[y] = 1/|/C|. 
Cette demonstration est interessante puisqu'elle ne fait pas intervenir la distribu-
tion de probabilite sur les textes clairs. Done, en satisfaisant les conditions ci-hauts, 
le systeme cryptographique est parfait (au sens de la theorie de l'information), peu 
importe la distribution des textes clairs dans V. 
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Annexe B 
Le protocole du masque jetable 
Soit l'espace des textes clairs V et l'espace des clefs /C. Soit un texte clair x en 
format binaire de longueur de n bits. Soit une clef K, egalement en format binaire et de 
longueur n, element aleatoirement choisi dans l'espace |/C|. Dans ce cas, \V\ = |/C| = 2" 
et done chaque clef K est equiprobable dans /C avec la probability 1/2". 
Dans le protocole du masque jetable, la regie de cbiffrement est simplement la 
somme, bit par bit du texte clair x et de la clef K (modulo 2) 
V = eK{x) 
= x®K 
ou l'operation © designe une somme bit par bit modulo 2. Le texte chifrre resultant 
est done aussi une sequence de bits de longueur n, c.-a-d. \C\ = 2n. La regie de 
dechiffrement est identique 




ou nous avons utilise le fait que sommer deux fois un meme bit sur un autre, corres-
pond a inverser ce bit deux fois, le laissant en fait avec sa valeur initiale. 
Sans etre formel, on aurait pu se convaincre que le systeme assure une securite 
parfaite en utilisant un argument intuitif. Si Ton somme une sequence de bits totale-
ment aleatoire sur un texte clair de la meme longueur, le resultat de cette somme, le 
texte chiffre, est egalement totalement aleatoire. Un espion ne peut alors absolument 
rien apprendre sur le texte clair en observant le texte chiffre puisque celui-ci "masque" 
le texte clair. 
Cependant, avec la theorie de l'information, cette intuition se confirme rigoureuse-
ment. Ce protocole satisfait alors a la definition du secret parfait puisque ("PI = \JC\ = 
\C\ et que Pr[ i f ] = 1/|/C|. Par consequent, tous les textes chiffres sont egalement 
equiprobables comme nous 1'avons vu a 1'annexe A. 
Ce protocole est done extremement attrayant. Pourtant, il comporte une faiblesse 
qui le rend presque inutile en pratique. En effet, chaque clef K ne peut etre utilisee 
qu'une fois (d'ou le nom"Masque jetable"). Dans ce protocole, cela s'exprime par le 
fait que chaque clef est aleatoirement choisie dans un ensemble comportant autant 
d'elements possibles que l'espace des textes clairs. Done, si l'on parcourt tout l'espace 
des textes clairs, chaque element de l'espace des clef ne sera utilisee qu'une fois. Intui-
tivement, on peut voir que violer ce principe resulterait en un probleme de securite. 
Si une meme clef K est utilisee deux fois avec deux textes clairs x\ et x2, l'espion 
peut sommer les textes chiffres resultants pour obtenir la somme de deux messages 
Vi®V2 = {xi ®K)® (x2 © K) 
= Xi®x2@(K@K) 
= Xi © X2 
Dans ce cas, on considere que l'espion peut assez facilement se debrouiller pour trouver 
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les textes clairs distincts1. 
Alors, si a chaque fois qu'Alice et Bob souhaitent se telecommuniquer un texte clair 
de facon securisee ils doivent s'echanger une nouvelle clef par un moyen absolument 
certain, ils ne sont pas tres avances! Le probleme est deplace sur le fait de devoir 
s'echanger la clef de facon totalement securisee, ce qui les ramene a la case depart. 
Puisqu'il n'existe aucun moyen classique connu pour realiser l'echange de la clef, ce 
protocole n'est utilise que pour des applications tres particulieres, bien qu'il soit le 
seul protocole pouvant permettre la securite parfaite. 
1Par exemple, il peut deviner que le debut du premier texte clair est "cher general". Pour cet 
exemple, il obtient done par soustraction les bits correspondants dans l'autre texte, comme "cher 
command". II devine alors que cela correspond a "cher commandant", duquel il peut obtenir les 
lettres correspondantes dans l'autre message, et ainsi de suite jusqu'a ce que les deux messages 
soient completement explicates. 
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Annexe C 
Le protocole RSA 
Contrairement au masque jetable, le protocole RSA est tres couramment utilise 
dans les telecommunications modernes, notamment pour les communications securises 
sur Internet. 
Nomme d'apres ses inventeurs, Rivest, Shamir et Adleman (1977), le chiffrement 
RSA est fondamentalement different du chiffrement par le masque jetable car il s'agit 
d'un protocole asymetrique, c.-a.-d. que les roles d'Alice et de Bob ne sont pas in-
ter changeables. Avec le masque jetable, les participants qui connaissent la clef sont 
chacun en mesure d'effectuer un chiffrement ex et un dechiffrement dx- Avec le pro-
tocole RSA, seul Bob connait les deux regies ex et dK. II communique la regie de 
chiffrement ex publiquement de sorte qu'Alice ne connait que celle-ci. Pour faire une 
analogie, c'est comme si Bob possede un coffre-fort dont lui seul a la clef et qu'il 
l'ouvre pour demander a Alice d'y mettre son message1. Alice ferme alors le coffre 
fort et le remet a Bob2. Du point de vue d'Alice (qui cherche a communiquer son 
message uniquement a Bob) et de Bob (qui veut s'assurer que personne a part lui 
1En utilisant la meme analogie, le masque jetable est tel qu'il existe un coffre-fort dont seuls 
Alice et Bob possedent la clef. lis sont chacun capables d'y introduire un message ou d'y retirer un 
message : leurs roles sont done symetriques. 
2Notons que puisque celui-ci est "ouvert", quiconque peut alors introduire un message dans le 
coffre fort. Pour que le protocole fonctionne, il faut que Bob possede un moyen pour authentifier le 
fait que le message provient bien d'Alice 
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ne peut lire le message), le systeme est securise. Par contre, cette securite n'est pas 
abosolue au sens de la theorie de l'information. En fait, si Eve possede une puissance 
de calcul infinie (ou suffisamment grande), il peut facilement reussir a compromettre 
ce systeme de chiffrement. 
On presente ici l'essentiel du fonctionnement du protocole RSA et on tente de 
qualifier son niveau de securite. 
Soit n = pq ou p et q sont premiers. Soit <fi(n) = (jp — l)(q — 1). On note Zn 
l'espace de tout les entiers modulo n et Z* l'ensemble des entiers modulo n qui sont 
mutuellement premiers avec n. Soit V — C = Zn . On definit : 
JC — {(n, p, q, a, b) : ab mod 4>(n) = 1} 
Pour un ensemble /C donne par (n,p, q, a, 6), on definit les regies de chiffrement et de 
dechiffrement comme suit : 
eK(x) = i^ inodn 
dK(y) = y
a modn 
ou x, y € Z„. Les valeurs n et b forment une clef publique et les valeurs p, q et a une clef 
privee. En utilisant certains elements de la theorie des groupes, on peut montrer qu'en 
respectant les regies ci-dessus, les operations de chiffrement et de dechiffrement sont 
bien reciproques de sorte que ^ ^ ( a ; ) ] = x. De plus, on affirme (sans demonstration) 
qu'il existe des algorithmes efficaces pour effectuer toute les operations indiquees ci-
dessus, c.-a.-d. que toute ces operations sont faciles a effectuer. 
Le protocole est comme suit. Bob choisit deux nombrcs premiers p et g, et cal-
cule n et <f>(n). II choisit alors b et calcule a. A ce moment, Bob possede toutes les 
informations sur K, = (n,p, q, a, b). II publie ouvertement la clef publique (n, b). Alice 
utilise alors b et n pour calculer y = ex(x) = xh modn et ainsi realiser le chiffrement. 
Elle transmet y sur le canal. Comme seul Bob (et non Eve) connait a, lui seul peut 
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effectuer le dechiffrement x = dK(y) = y
a mod n. 
Un attaque evidente contre le systeme de chiffrement RSA est de tenter de fac-
toriser n en deux entiers premiers (soit p et q). Si Eve reussit cela, elle aussi peut 
calculer <f>(n) et deduire la valeur de a via la clef publique de la meme fagon que Bob 
Fa fait. Dans ce cas, la securite du systeme est evidemment compromise. Heureuse-
ment, la complexite calculatoire du probleme de factorisation en entiers premiers croit 
exponentiellement avec n, de sorte qu'en pratique, cela est prohibitivement difficile 
pour Eve. Ainsi, la securite de RSA repose sur le fait que la fonction f(p, q) = pq 
est une fonction a sens unique puisqu'appliquer / est facile alors qu'appliquer / _ 1 ne 
Test pas du tout pour des grands nombres. 
Aujourd'hui, les algorithmes classiques les plus efflcaces pour factoriser n sont des 
algorithmes utilisant les regies des groupes elliptiques. Le plus puissant de tous est 




En fonction de la faille de n, cette complexite est tracee sur la figure C.l. On quantifie 
generalement la taille de n en fonction du plus grand nombre pouvant etre represente 
en code binaire de m bits. Ainsi, on parle souvent d'encryption RSA 128 bits ou 512 
bits. On voit sur le graphique que la complexite de calcul croit sous-exponentiellement 
pour n suffisamment grand. 
En 2000, Cavallar et al. [19] ont reussi une factorisation d'une cle de 512 bits en 
8400 MlPS-annees3 en utilisant 300 ordinateurs repartis dans six pays. Aujourd'hui 
(en 2006), un processeur moderne tel que le Core 2 Extreme d'Intel possede un pouvoir 
de calcul de 61 119 MIPS lorsque cadence a 3.33 GHz. Ainsi, il prendrait environ 51 
jours pour un ordinateur personnel commercialement disponible a prix raisonnable, 
equipe de ce processeur, pour factoriser un nombre dans un espace binaire a 512 bits. 
3L'unite MlPS-annees represente le nombre d'instructions executes pendent une annee a une 
cadence d'un million d'instructions a la seconde. 
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F I G . C.l - Complexite de l'algorithme du Crible Algebrique en fonction de la taille 
de n. 
Cela montre que la securite d'un chiffrement RSA n'est pas necessairement tres 
forte et n'est que temporaire. Si, aujourd'hui Alice et Bob s'echangent un texte clair x 
via un texte chiffre par RSA 512 bits y, Eve peut intercepter et conserver en memoire 
y le temps que sont ordinateur personnel factorise n. Elle peut alors apprendre le texte 
clair x, avec quelques dizaines de jours de retard sur Bob. Si le texte clair contenait 
des informations encore utiles apres ce delai (par exemple, le mot de passe vers un 
compte bancaire encore actif), Alice et Bob seront malmenes! 
En fait, avec le progres constant dans la puissance de calcul des ordinateurs, il 
devient necessaire de constamment augmenter la taille de n. Cependant, il existe un 
algorithme de factorisation contre lequel meme l'augmentation de n ne peut assurer la 
securite. II s'agit de l'algorithme de Shor qui ne peut s'appliquer que si Eve possede 
un ordinateur quantique. Cet algorithme possede une complexite qui n'est pas du 
tout exponentielle avec n mais qui est sous-lineaire : (9((logn)3)! Autrement dit, 
cet algorithme compromet totalement la securite de tout protocole RSA. Puisque 
l'ordinateur quantique sera presque certainement une realite au cours de la premiere 
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moitie du 21e siecle, on peut affirmer que le protocole RSA ne sera plus utilisable 
dans un avenir relativement proche. 
De plus, on ne peut exclure qu'un algorithme ou meme une methode analytique 
puisse etre decouverte qui permettrait de facilement factoriser n. Si tel est le cas, la 
securite de la majorite des transactions par Internet serait compromise du jour au 
lendemain. 
Ainsi, la securite d'un protocole RSA peut-etre decrite comme temporairement 
acceptable. Pour cette raison, il est imperatif de (1) trouver d'autres methodes de 
chiffrement plus robustes ou (2) trouver un fagon de rendre l'utilisation du masque 
jetable praticable. Or, c'est justement ce que la QKD permet, en rendant possible 
l'echange de clefs privees a distance. 
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Annexe D 
Elements d'optique quantique 
La physique quantique decrit plusieurs effets qui peuvent etre utiles pour construi-
re un systeme cryptographique tres puissant, entre autres. L'informatique quantique, 
dont la cryptographie quantique est un exemple, est basee sur la nature discrete des 
etats quantiques de la matiere et du rayonnement (ce qui offre une base de codage pour 
1'information), et de la manipulation de ces etats. On nomme qubit tout objet dont 
l'etat quantique est representatif d'une information. Bien que tout etat quantique per-
mette theoriquement la realisation d'un qubit, c'est le rayonnement electromagnetique 
qui est generalement utilise comme medium de transmission pour 1'information quan-
tique. II s'agit de qubits optiques. 
Nous traitons ici de quelques notions d'optique quantique interessantes en cryp-
tographie quantique, suivant une demarche inspiree de [20]. 
Les etats nombre 
Pour decrire les etats nombre, il convient de decrire l'oscillateur harmonique en 
mecanique quantique, tel qu'il est utile pour decrire l'Hamiltonien d'un champs electro-
magnetique. 
Considerons un champ electrique dans une cavite de volume V avec des parois par-
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faitement conductrices, sans sources, charges, ni courants. Dans ce cas, les equations 
de Maxwell admettent les solutions modales suivantes pour les champs electriques et 
magnetiques, 
E(z,t) = (u2m/2Ve0)
1/2 q(t) sinkz (D.l) 
H(z,t) = C=f) (^m/2Ve0)
1/2 ^P- cos kz (D.2) 
V k J dt 
ou k est le nombre d'onde qui designe le mode. L'energie de ce mode est donnee par 
la fonction Hamiltonienne H 
H^1-JdV[e0E
2 + ^H2} (D.3) 
Pour le mode en question, en posant p = mdq/dt, l'Hamiltonien donne 
que Ton reconnait comme la forme de l'Hamiltonien de l'oscillateur harmonique. 
Puisque tout champ electromagnetique peut etre decrit comme une superposition des 
modes d'une cavite, on peut se contenter de determiner le comportement quantique 
d'un oscillateur harmonique afin de pouvoir ecrire les modes quantiques d'un champ 
qui pourront egalement servir de base pour tout champ quantique. En mecanique 
quantique, en utilisant le formalisme de Heisenberg, on effectue la quantification de 
l'oscillateur en se dotant des operateurs suivants 
q - q (D.5) 
P -* P (D.6) 
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tels que [q,p] = jh. De plus, il convient de definir les operateurs suivants 
d = (2mhuj) l'2(mujq + jp) 
(2mkuj)~1'2(mujq — jp) at = 
(D.7) 
(D.8) 
tel que [a, at] = 1. On montre alors que l'operateur Hamiltonien s'ecrit 
On demontre facilement que 











H\n) = En\n) 
Ha\n) = ( H,a + aHj n 
= {—f\wa + aEn) \n) 
— (En — hw) a\n) 
Similairement 
Haf\n) = (En + hu) a
f |n) (D.13) 
On voit done que l'application des l'operateurs a et at sur un etat propre de l'operateur 
Hamiltonien a pour effet de produire un nouvel etat dont l'energie est abaissee ou 
rehaussee de HUJ, respectivement. Pour cette raison, l'operateur a est appele operateur 
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annihilation et a' est appele operateur creation. Egalement, on remarque que les 
niveaux d'energie de l'oscillateur harmonique sont separes de fku. Pour clarifier ce 
point dans la notation, on pose 
a\n) == Cn\n-1) (D.14) 
af |n) = Cn+1\n + l) (D.15) 
ou Cn est une constante de normalisation que Ton montre egale a Cn = y/n. Soit |0), 
Fenergie du niveau fondamental avec l'energie E0. On a 
Ha\0) = (Eo-hu)a\0) 
Comme il ne peut exister un niveau d'energie inferieur au niveau fondamental, on 
trouve que E0 = ^ftw et 
En=fn+^\hu (D.16) 
Soit n l'operateur donne par le produit de l'operateur creation et annihilation 
h = a^a (D.17) 
En vertu de Fequation D.16 et des proprietes de a* et a, on a que : 
h\n) = n\n) (D.18) 
Puisque cet operateur a pour etat propre \n) avec la valeur propre n, on nomme 
n operateur nombre. Celui-ci retourne le nombre de quanta dans un etat propre de 
l'oscillateur harmonique. De plus, ceci justifie de nommer l'etat \n) etat nombre. 
Nous avons etabli ci-dessus que l'oscillateur harmonique et ses etats propres peu-
vent decrire (en les superposant) tout champ electromagnetique. En se referant a 
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l'equation D.l, on trouve que l'operateur pour ce champ electrique peut s'ecrire 
E(z,t) = (uj2m/2V£0)
1/2 q(t) sin kz 
= (ou'2m/2Veo) [a + af] sin kz 
Nous avons done un formalisme par lequel on peut decrire tout champ electromagneti-
que quantifie. En particulier, nous avons montre que l'etat \n) est l'element d'une base 
qui peut decrire tout champ. Cette base, notee {!«&)} est nommee base de Fock. On 
peut obtenir les elements de la base par application successive de l'operateur creation 
sur l'etat fondamental 
\nk) = ±7Lr\0) (D.19) 
Si l'on definit le photon comme un quantum d'energie electromagnetique (sans demon-
trer formellement qu'il s'agit d'une particule), alors les elements de la base de Fock 
sont des etats ayant un nombre deterministe de photons. 
Les etats nombre possedent quelques proprietes interessantes : 
1. L'operateur n ne commute pas avec l'operateur champ electrique c.-a-d. que 
le champ electrique et le nombre de photons ne peuvent etre connus simul-
tanement; 
2. L'amplitude du champ, A, est fixee par le nombre de photons 
3. Si l'on prend un tres grand nombre de mesures d'un meme champ E, la variance 
dans ces mesures, a2E, sera egale a l'amplitude du champ au carre 
a\ = A2 (D.21) 
4. Si l'on prend un tres grand nombre de mesures d'un meme champ E, la moyenne 
I l l 
est nulle 
(n\E\n) oc (n\a(t)\n) + {n\a'(t)\n) 
= 0 
Ces proprietes peuvent paraitre former un paradoxe. Or, on resout ce paradoxe en 
considerant que la phase de l'oscillateur qu'est l'etat nombre est aleatoire. Chaque 
oscillateur a une amplitude donnee par l'equation D.20, possede exactement n photons 
et d'une mesure du champ a F autre la phase est totalement aleatoire. Ainsi, chaque 
mesure nous donne un point sur une courbe sinusoidale d'amplitude A. En prenant 
plusieurs mesures, la phase varie aleatoirement et on finie par parcourir la pleine 
portee de l'amplitude de la sinuso'ide : Famplitude du champ s'exprime via la variance 
de ces mesures et la moyenne des mesures est nulle. Dans ce contexte, la propriete # 1 
decoule logiquement puisque la mesure du champ ne donne pas a coup sur l'amplitude 
du champ (et done n) avec une seule mesure. 
En fait, de maniere generale en mecanique quantique, on a la relation d'incertitude 
suivante (qui decoule de la relation d'incertitude d'Heisenberg) 
AEAt > h/2 (D.22) 
(hwAn) (—J > ft/2 (D.23) 
^AnA<f) > 1/2 (D.24) 
Cette relation implique que pour l'etat nombre ou An = 0, la phase est totalement 
indeterminee : A<p —• oo. 
Cela implique que l'etat nombre ne peut porter de Vinformation quantique dans 
sa phase. En effet, pour traduire la phase en information, on doit en pratique operer 
une interference pour traduire la phase en amplitude. Or, la phase etant totalement 
aleatoire, l'operation donnera un resultat totalement aleatoire, independamment de 
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la maniere dont on a prepare l'etat nombre. Dans les schemas de cryptographie quan-
tique comme BB84, l'etat nombre est done inutile comme qubit. 
L'etat coherent 
Le formalisme de l'etat nombre permet cependant de decrire un etat quantique qui 
peut permettre l'existence des operations informatiques des protocoles du type BB84. 
II s'agit de l'etat coherent, aussi appele etat semi-classique car ces etats peuvent servir 
de base pour decrire les phenomenes de l'optique classique. 
L'etat coherent, note \a), est un etat propre de l'operateur annihilation1 
a\a) = a\a) (D.25) 
ou a est un nombre complexe (puisque a est non-hermitien). Puisque 
(n\a = Vn + l(n + 11 (D.26) 
on a la relation de recurrence suivante, 
Vn + l(n + l\a) = a(n\a) (D.27) 
d'ou on peut tirer 
(n\a) = -7=<0|a> (D.28) 
1Ainsi, si Ton mesure de la lumiere en etat coherent par un processus d'absorption de photons, 
ce processus laisse la lumiere dans le meme e ta t coherent. Les etats ceherents sont done facilement 
observables via un detecteur optique tel une photodiode. 
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En inserant la relation de fermeture des etats nombres (non-demontree), il vient que 
oo 
= ]T|n)(n|a) (D.29) 
n=0 
oo n 
= ( 0 | a ) £ ^ | n ) (D.30) 
\a) 
n=0 
ou (Ola) joue le role d'une constante de normalisation. La normalisation est satisfaite 
lorsqu'on choisit 
(0|a) = e-^ | a |2 (D.31) 
Decomposed sur la base des etats nombres, l'etat coherent s'ecrit done 
\a) = e->\2YJ-T^\n) (D.32) 
„_n \Tl. n=Q 
II est facile de montrer que le nombre moyen de photons dans un etat coherent est 
(n) = (a|n|a) (D.33) 
- |a|2 (D.34) 
De plus, on montre que la variance dans le nombre de photons est 
(An) = ( n 2 ) - ( n ) 2 (D.35) 
= |a|2 (D.36) 
On en deduit que l'etat coherent possede un nombre non-deterministe de photons, 
mais possede plutot une distribution de probability sur le nombre de photons. Cette 
distribution est donnee par 
V(n) = \(n\a)\2 (D.37) 
| a | 2 n , ,2 
1 1 -e-W (D.38) 
n\ 
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On voit done que l'etat coherent est un etat qui possede une distribution de Poisson 
sur le nombre de photons, avec la valeur moyenne et la variance egales a |a|2. 
Puisque l'etat coherent n'est pas un etat propre de l'operateur Hamilitonien, celui-
ci evolue dans le temps. Cependant, on montre que vis-a-vis l'operateur annihilation, 
l'etat coherent reste coherent, mais sa valeur propre evolue dans le temps a la fac,on 
d'une onde se propageant dans le temps 
a\a(t)} = e-
ju;t\a\\a(t)) (D.39) 
Ceci justifie l'appelation "etat coherent" car l'etat se propage dans le temps sans 
se modifier, tout comme un oscillateur classique. Pour cette raison, cet etat decrit 
fidelement l'oscillateur optique qu'est le laser stabilise au dessus de son seuil de fonc-
tionnement. Ainsi, l'etat coherent decrit, d'un point de vue quantique, la radiation 
d'un laser. 
Egalement, puisque An ^ 0, l'etat coherent possede une phase non aleatoire : 
An G R (tel qu'il se doit si l'etat coherent doit decrire le rayonnement laser). Pour 
cette raison, il est raisonnable d'utiliser des etats coherents dans des schemas d'in-
formation quantique ou Ton souhaite coder l'mformation dans la phase : l'operation 
d'interference donne un resultat previsible, bien que probabiliste. 
Finalement, notons qu'il est possible de montrer que l'etat coherent correspond a 
une onde electrique classique avec l'amplitude proportionnelle a \a\ 
S = ^ / — M (D.40) 
Ainsi, il est facile, en pratique, de fixer le parametre \a\ (qui decrit totalement l'etat 




Effets thermiques et elastiques 
dans les fibres optiques 
L'effet thermo-optique 
L'indice de refraction d'un materiau est generalement variable avec la temperature, 
c.-a-d. n = n(T), ce que Ton peut designer comme l'effet thermo-optique. En tenant 
compte de cet effet, l'indice de refraction reel d'un materiau peut s'ecrire 
n(T-T0) = n(T0) + ~[T-T0] (E.l) 
Cette relation equivaut a effectuer un developpement de Taylor d'ordre 1 de la fonction 
decrivant l'indice de refraction en fonction de la temperature autour de la temperature 
de reference To- Pour de petites valeurs de AT — T — To, le developpement de Taylor 
tronque au premier ordre est generalement admis comme une excellente approxima-
tion de la fonction n(T). 




En plus de varier avec la temperature, l'indice de refraction est egalement fonction 
des contraintes dans un materiau. Ceci est l'effet elasto-optique. 
Nous suivons ici la theorie resumee dans [18] par Rashleigh. 
On peut decrire l'effet elasto-optique au moyen du coefficient elasto-optique, qui, 
dans le cas d'une fibre optique est donnee par : 
-^ = lnl(pn-p12)(l + up) (E.2) 
ou vp est le coefficient de Poisson, pu et pi2 sont les elements non-nuls du tenseur 
elasto-optique, no est l'indice de refraction moyen de la fibre. Toutes ces proprietes 
sont sensibles uniquement aux materiaux qui composent la fibre. 
Les proprietes de birefringence d'une fibre sont directement reliees a cet effet. En 
effet, tout ce qui impose une contrainte sur la fibre modifie son indice de refraction. 
En particulier, si les contraintes sont non-symetriques dans le plan perpendiculaire a 
l'axe de la fibre, l'indice de refraction de la fibre ne sera pas uniforme dans ce plan. 
Dans ce cas, l'indice de refraction sera fonction de la direction de la polarisation de 
la lumiere qui se propage dans la fibre et la fibre sera done birefringente. 
En fonction du moyen utilise pour l'installer, ou en fonction simplement de la forme 
que Ton donne a la fibre, celle-ci a une birefringence tres differente. Cependant, on 
peut tenter de classifier les mecanismes de birefringence (incluant les mecanismes relies 
aux contraintes) comme on le voit a la figure E.l. On voit, sur cette figure, que diverses 
manieres de fabriquer des fibres optiques avec des cceurs pre-contraints par exemple, 
menent a des fibres intrinsequement birefringentes. De plus, pour une fibre n'ayant 
aucune pre-contrainte, le fait de la courber ou de l'installer de diverses manieres mene 
a une birefringence. Finalement, la presence d'un fort champ magnetique ou electrique 
peut egalement mener a la birefringence. 


















F I G . E.l - Classification de Rashleigh des mecanismes de birefringence dans une 
fibre optique. 
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birefringence associee en fonction du coefficient elasto-optique. Specifions la birefrin-
gence pour les cas suivants : 
- Birefringence de courbure (libre) : 
r2 
/?6 = C S — (E.3) 
ou R est le rayon de courbure de la fibre et r est le rayon de la section transver-
sale de la fibre. 
Birefringence de courbure (avec tension) : 
A. = C,2^ (L) (J-) (E.4) 
l — nup \R/ \irr
2EJ 
ou F/irr2E est la contrainte moyenne axiale appliquee sur la fibre. 
Birefringence reliee a l'application d'une pression sur la fibre dans un coin en 
V : 
Pv = 2Ca(l- cos28sinS) -J— (E.5) 
nrE 
ou 26 est 1'angle d'ouverture du coin en V et f est la force appliquee lateralement. 
Birefringence de torsion : 
A- = - 2 « O ( P H - P I 2 ) T (E.6) 
ou /3T est la birefringence circulaire induite par la torsion reliee a r tours/m. 
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Annexe F 















F I G . F.l - Arborescence du programme Paramlnterf.m 
Paramlnterf.m 
'/. Paramlnterf .n 
freq = 100e6; 
R = 0.9; */. rapport des dn/dT 
d e l t a _ L - 299792458 / ( f r e t j* l .4682) 
•/.L.SMF = del ta_L/( l -R) 
•/.L.COR = del ta_L*(2-R)/( l -R) 
L_SMF = de l ta_L*(R) / ( l -R) ; 
L_C0R = de l t a_L / ( l -R) ; 
'/. LI = de l ta_L/( l -R)+0.2 
'/. L2 = del ta_L*(2-R)/( l -R)+0.2 
Li = L_SMF-0.2; 
L2 = L.COR-0.2; 
nl = [1:100]; 
n2 = [1:100] ; 
% LI = 10; 
% L2 - 11 .11; 
for i = l : l e n g t h ( n l ) 
for j = l : l ength(n2) 
i f n l ( i ) - = n 2 ( j ) 
X ( i , j ) = ( L 2 - L l ) . / ( p i * ( n 2 ( j ) - n l ( i ) ) ) ; 
e l l ( i . j ) = LI - n l ( i ) * p i * X ( i , j ) ; 
e l s e 
X ( i , j ) = 0; 
e l l ( i . j ) = 0; 
end 
if X ( i , j ) < 0 
X ( i , j ) = 0; 




[ i nd .pos s l , ind_poss2] = f ind(e l l<=0.4 k e l l>0 .01 ) ; 
for i = l : l eng th( ind_poss l ) 
e l l _ p o s s ( i , l ) = e l l ( i n d _ p o s s l ( i ) , ind_poss2( i ) ) ; 
X_poss( i , l ) = X( ind_poss l ( i ) , ind_poss2(i)) ; 
nl_poss = ind_possl; 
n2_poss = ind_poss2; 
end 
tab_res = [nl.poss, n2_poss, X_poss, ell_poss] 
disp(['nb. possibilites = ' num2str(length(nl_poss))]) 
dispC ') 
sol = input('Quelle solution analyser ?') 
dispC ') 
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x_op = [] ; 
y.op = [] ; 
alpha = [] ; 
F = [ ] ; 
de l ta_phi_biref = [ ] ; 
de l ta_phi_biref _ i = [] ; 
X.comp = [0.3533, 0.1767, 0.1178, 0.0883]; 
SigmaO = [3.755e-6, - 8 .6e -6 , -10e-10; 5 .7e-6 , - 6 . 5 e - 5 , 
- 2 . 1 e - 7 ; 5 .9e-6, -0.0002, -9 .6e -7 ; 4 .7e-6 , -0.00046, - 2 . 6 e - 6 ] ; 
for i=sol 
d i sp ( [ 'Op t imisa t ion de l a so lu t ion ' num2st r ( i ) ] ) 
CI_op = find(abs(X_comp - X_poss(i))==min(abs(X_comp - X_poss ( i ) ) ) ) ; 
Sigma0_op = SigmaO(CI_op,:); 
[x_op i ,y_op i , a lpha i ,F i ,d i f f_phase_ to t_ i ,d i f f_phase_ i , ex i t_ f l ag ] = 
FormeOptimale(nl_poss(i), n2_poss ( i ) , SigmaO_op, X_poss( i ) ) ; 
x_op » [x_op;x_opi]; 
y_op = [y_op;y_opi]; 
alpha = [alpha;alphai]; 
F = [F;Fi]; 
delta_phi_biref » [delta_phi_biref; diff_phase_tot_i]; 
delta_phi_biref_i = [delta_phi_biref_i; diff_phase_i]; 
end 
'/. GRAPHES 
disp(['La forme optimale pour la solution ' int2str(sol) ' a un dephasage de birefringence de ' 
num2str(delta_phi_biref/(2*pi)) > longueurs de battements.']) 
"/, figure 
7. hold on 
7. bar(X_poss(sol) , delta_phi_biref/(2*pi)) 
7. xlabeK'Rayon equivalent [m]') 
7. ylabeK'Nb. longueurs de battement [rad]') 
% grid on 
7. trouver meilleure solution 
i_meil = find(delta_phi_biref == min(delta_phi_biref)); 
x_f = x_op(i_meil,:); 
y_f = y_op(i_meil,:); 
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F_f = F(i_meil,:); 
7, Calcul de son contraste possible 
V.wt = linspace(0,2*pi,200); 
'/.for i=i:length(F(i_meil,:)) 
% phi_ltrs = delta_phi_biref_i(i_meil,i)/(n2_poss(i_meil) - nl_poss(i_meil)); 
% x_el = cos(wt); 
% y_el = cos(wt - nl_poss(i_meil)*phi_ltrs); 
'/, x_e2 = cos(wt) ; 
7. y_e2 = cos(wt - n2_poss(i_meil)*phi_ltrs) ; 
% C(i) » 10*logl0(sum((x_el-x_e2).-2 + (y_el-y_e2) . ~2)/sutt((x_el+x_e2) .'2 + (y_eiy,+y.e2) . "2)) ; 
"/.end 
'/, Calcul de la tolerance sur les dimentions de 1' enroulement 
i . t o l = • ; 
i.min = find(F_f==min(F_f)) ; 
for i=l:i_min-l 
if C(i_min-i)<-20 





i_tol = sor t ( i_ to l ) ; 
i_tol = [i_tol; i_min]; 
for i=l:(length(F_f)-i_min) 
if C(i_min+i)<-20 





dim_y_tol = alpha(i_meil,i_tol).*X_poss(sol); 
tolerance = (max(dim_y_tol') - min(dim_y_tol'))/2; 











plot(alpha(i_meil,:).*X_poss(sol), C, '-b') 
*/. plot(alpha(i_meil,:).*X_poss(sol), F_f, '-k') 
plot([max(y_f) max(y_f)] , [0 -50], '—b') 
grid on 
xlabelCDimention verticale [m]') 
ylabel('Contraste') 
title('Tolerance') 
7, Informations pour enrouler carre (avec tension) 
Circ = pi*X_poss(sol); "/, circomf exence de l'enroulement (equivalent) 
Circ_poteau = pi*31.9/1000; '/. circomference des poteaux de l'enroulement (reel, mesure) 
a = (Circ - Circ_poteau)/4; '/. taille d'un cote (droit) du "carre" 
b = sqrt(2)*a; % diagonale du carre, jusqu'au bord des poteaux. 
'/. Sauvegarder les parametres importants de la solution 
7. Soit: x_f, y_f, tab_res(sol,:) , alpha(i_meil,:).*X_poss(sol), min(C(i)) 
dispOCARACTERISTIQUES DE LA SOLUTION ' ) 
d i s p C ' ) 
disp( ['Frequence de fonctionnement:' num2str(freq/le6) ' MHz']) 
disp(['Longueur des branches: LI = ' num2str(Ll) ' m, L2 = ' num2str(L2) ' m']) 
disp(['Diametre equivalent de 1''enroulement: X =' num2str(100*X_poss(sol)) ' cm']) 
disp( ['Diagonale du carre d''enroulement sous tension =' num2str(100*b) ' cm (par rapport au 
centre des poteaux)']) 
disp(['Diagonale du carre d''enroulement sous tension =' num2str(100*(b-31.9/1000)) ' cm (bord de 
poteau a bord de poteau)']) 
disp(['Hauteur de 1"enroulement = ' num2str(100*alpha(i_meil,find(C==min(C))).*X_poss(sol)) ' 
cm +/- ' num2str(100*tolerance) ' cm']) 
disp(['Largueur de 1''enroulement = ' num2str(200*max(x_f)) ' cm']) 
disp( ['Longueur non enroulee: 1 = ' num2str(100*ell_poss(sol)) ' cm']) 
disp(['Nb. tours: nl = ' num2str(nl_poss(sol)) ', n2 = ' num2str(n2_poss(sol)) ]) 
disp( ['Contraste potentiel: ' num2str(abs(min(C))) ' dB']) 
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disp(['Nb. de battements de birefringence sur un tour: ' num2str(delta_phi_biref/(2*pi))3) 
disp(' ') 
nl = nl_poss(sol); 
n2 = n2_poss(sol); 
diam_eq = X_poss(sol); 
H_enroul = alpha(i_meil,find(C==min(C))).*X_poss(sol); 
Tol_H_enroul = tolerance; 
L_enroul = 2*max(x_f); 
l_non_enroul = ell_poss(sol); 
C_pot = abs(min(C)); 
Nb_batt - de l t a_ph i_b i re f / (2*p i ) ; 
filename = ['Sol_D_' num2str(100*diam_eq,2) ' . m a t ' ] ; 
s ave ( ' f i l ename ' , ' f r e q ' , ' L I ' , ' L 2 ' , ' n l ' , ' n 2 ' , 'diam_eq' , ' H . e n r o u l ' , 'Tol_H_enroul ' , 'L_enroul ' , 
' l _non_enroul ' , 'C_pot ' , 'Nb_batt', 'x_f ' , ' y _ f ' ) 
FormeOptimale.m 
function [x_op,y_op,alpha, F, d i f f_phase_tot , d i f f_phase_i , ex i t_ f lag] = FormeOptimale(N_trs_l, 
N_trs_2, SigmaO, X_r) 
'/. 7. Pour X 1 
7. N_trs_l = 9; 
'/, N_trs_2 = 10; 
7. MO = 3.755e-6; 
'/. NO = -8.6e-6; 
7. TO = -10e-10; 
7. SigmaO = [MO, NO, TO]; 
7„ X_r = 0.3533; 
7. 7. Pour X 2 
7. N_trs_l = 18; 
7. N_trs_2 = 20; 
7. MO = 5.7e-6; 
7. NO = -6.5e-5; 
7. TO = -2.1e-7; 
7. SigmaO = [MO, NO, TO]; 
7. X_r = 0.1767; 
7. 7. Pour X 3 et 4 
•/. N_trs_l = 27; 
'/. N_trs_2 = 30; 
•/. MO - 5.9e-6; 
7. NO = -0.0002; 
7. TO = -9.6e-7; 
7. SigmaO = [MO, NO, TO]; 
7. X_r = 0.1178; 
7. 1 Pour X 5 et 6 
7. N_trs_l = 36; 
7. N_trs_2 = 40; 
7. MO = 4.7e-6; 
7. NO = -0.00046; 
7. TO = -2.6e-6; 
7. SigmaO = [MO, NO, TO]; 
7. X_r = 0.0883; 
7. 7. Pour X 7 et 8 
7. N_trs_l = 44; 
7. N_trs_2 = 50; 
7. MO = 2e-6; 
7. NO = -0.00086; 
7. TO = -5.58e-6; 
7. SigmaO = [MO, NO, TO]; 
7. X_r = 0.0883; 
wt = linspace(0,2*pi,100); 
alpha = linspaceC0.3,0.9, 200); 
7. alpha = linspace(0.4,0.9, 200); 7. original 
for i=1:1ength(alpha) 
[x ,y , ex i t_ f l ag ] - FOptimChemin(X_r, a l p h a ( i ) , SigmaO); 
[delta_phase, beta_eq] = CalcBiref (x ,y) ; 
delta_phase_ltr = 2*delta_phase; 
beta_eq_tot » 2*beta_eq; 
delta_phase_totl(i) « N_trs_l*delta_phase_ltr; 
delta_phase_tot2(i) = N_trs_2*delta_phase_ltr; 
diff_phase_i(i) = delta_phase_tot2(i) - delta_phase_totl(i); 
x_el = cos(wt); 
y_el = cos(wt-delta_phase_totl(i)); 
x_e2 = cos(wt); 
y_e2 = cos(wt-delta_phase_tot2(i)); 











dispOlOO X O 
end 
end 
i_optim = find(F==min(F)); 
x_el_op = cos(wt); 
y_el_op = cos(wt-delta_phase_totl(i_optim)); 
x_e2_op = cos(wt); 
y_e2_op - cos(wt-delta_phase_tot2(i_optim)); 
diff_phase_tot = delta_phase_tot2(i_optim) - delta_phase_totl(i_optim); 
[x_op,y_op,exit_flag] = FOptimChemin(X_r, alpha(i_optim), SigmaO); 
7. 
% % Graphe 
% 
7. 
% % Forme optimale 
% 
7, figure 
7, hold on 
7. plot(x_op, y_op) 
7. plot(-x_op, y_op) 
7. grid on 
7. axis equal 
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'/, figure 
% hold on 
% plot(x_el_op, y_el_op, '—b') 
'/, plot(x_e2_op, y_e2_op, '-b') 
% axis equal 
"/, grid on 
FOptimeChemin.m 
function [x,y,exit_flag] = FOptimChemin(X_r, alpha, SigmaO) 
L - pi*X_r/2; % longueur de fibre en m 
pts = 1000; % nb de points sur la longueur de la fibre 
% DSfintion du point final 
x_f = 0; 
y_f = (alpha)*X_r; 
% Definition de 1'angle final (dans le plan carterien avec la definition 
'/. habituelle: sens anti-horaire par rapport a y = 0) 
angle_f = 180; 
if angle_f>90 
angle_f = angle_f-180; '/. pente finale (dans le premier quadrant) 
end 
'/, recherche de la solution 
[SigmaF, ex i t_ f lag] » MNewt_chemin(Sigma0, l e - 9 , l e - 8 , 30, L , p t s , [x_f y_f ang le_f ] ) ; 
*/, Rgsultat 
[Chemin.f, MNT] = CalcChemin(SigmaF, L,pts); 
x = Chemin_f(1,:); 
y « Chemin.f(2,;); 
MNewt_Chemin.m 
function [Sol, exit_flag] = MNewt_chemin(XO, eps_x,eps_f, N_trial, L.pts, CondF) 
X = XO'; */. pt. de depart de l'algorythme de recherche 
for i_trial = l:N_trial 
7, Definition de la matrice Jacobienne 
F_M_1 = func_optiin_chemin([X(l)-X(l)/(2*pts), X(2), X(3)], L, pts, CondF); 
F_M_2 = func_optim.chemin([X(l)+X(i)/(2*pts), X(2), X(3)], L, pts, CondF); 
F_N_1 = func_optim_chemin([X(l), X(2)-X(2)/(2*pts), X(3)], L, pts, CondF); 
F_N_2 = func_optim_chemin([X(l), X(2)+X(2)/(2*pts), X(3)], L, pts, CondF); 
F_T_1 = func_optim_chemin([X(l), X(2), X(3)-X(3)/(2*pts)], L, pts, CondF); 
F_T_2 = func_optim_chemin([X(l), X(2), X(3)+X(3)/(2*pts)], L, pts, CondF); 
7, (derivSes par difference fini d'ordre 2 centree) 
J(:,l) - (F_M.2(:) - F_M_1(:))./CX(l)/(pts)); 
J(:,2) = (F_N_2(:) - F_N_1(:))./(X(2)/(pts)); 
JO,3) = (F_T_2(:) - F_T_1(:))./(X(3)/(pts)); 
7. Definition du vecteur residu 
R = func_optim_chemin(X, L, pts, CondF); 
7. Definition de la direction de recherche 
delta.X = -inv(J)*R; 
7. Test de convergence 
X_n = X + delta.X; 
R_n = func_optim_chemin(X_n, L, pts, CondF); 
if (norm(delta_X)/norm(X_n) < eps_x kk norm(R_n) < eps_f) 
Sol - X_n; 
exit_flag = 1; 
break; 
else 
X = X_n; 
end 
end 
if i.trial == N_trial 
Sol = X_n; 





function F = func_optim_chemin(CondInit,L,pts, CondF) 
F = [(CalcCheminXCCondlnit, L, pts)-CondF(D) 
(CalcCheminYCCondlnit, L, pts)- CondF(2)) 
(CalcCheminANGLECCondlnit, L, pts)- CondFO))]; 
dum2 = 1; 
CalcCheminX.m 
function x.final = CalcCheminXCCondlnit, L, pts) 
E_young = 70e9; 7. Module d'Young de la fibre 
I_y = 1.2e-17; 7. Moment d'inertie de la fibre 
ds = L/(pts); 7. Element de longueur sur la fibre 
M(l) = Condlnit(l); 7. Moment 
N(l) = CondInit(2); */. Force laterale (a l'element ds) 
T(l) = CondlnitO); 7. Tension (parallel a ds) 
th(l) = 0; '/. initialisation de theta 
x(l) = 0; % initialisation de x 
y(i) = 0; % initialisation de y 
for i = i:(pts) 
dth = M(i)*ds/(E_young*I_y); 
th(i+l) = th(i) + dth; 
M(i+1) = M(i) - N(i)*ds; 
N(i+1) = N(i) - T(i)*dth; 
T(i+1) = T(i) + N(i)*dth; 
x(i+l) - x(i) + ds*cos(th(i)); 
y(i+l) = y(i) + ds*sin(th(i)); 
end 
7. Deviation de theta dfl au moment (courbure) 
7. update theta 
7. Relation diffSrentielle entre M et N 
7, Relation differentielle entre N et T 
7, Relation differentielle entre T et N 
7. conversion en coordonnees carteriennes 
7. conversion en coordonnees carteriennes 
x.final » x(length(x)); 
dum=l; 
CalcCheminY.m 
function y_final = CalcCheminY(CondInit, L, pts) 
E.young = 70e9; 
I_y = 1.2e-17; 
7. Module d'Young de la fibre 
7. Moment d'inertie de la fibre 
ds = L/(pts); 
M(l) = Condlnit(l); 
N(l) = CondInit(2); 
T(l) = CondlnitO); 
7. filament de longueur sur la fibre 
7. Moment 
7. Force laterale (a 1'element ds) 
7. Tension (parallel a ds) 
th(l) = 0; 7. initialisation de theta 
x(l) = 0; 7, initialisation de x 
y(l) = 0; 7. initialisation de y 
for i = i:(pts) 
dth = M(i)*ds/(E_young*I_y); 
th(i+l) = th(i) + dth; 
M(i+i) = M(i) - N(i)*ds; 
N(i+i) = N(i) - T(i)*dth; 
T(i+1) = T(i) + N(i)*dth; 
x(i+l) = x(i) + ds*cos(th(i)); 
y(i+i) = y(i) + ds*sin(th(i)); 
end 
7. Deviation de theta dfl au moment (courbure) 
°/ u p d a t e t h e t a 
7. Relation differentielle entre M et N 
7. Relation differentielle entre N et T 
7. Relation differentielle entre T et N 
7. conversion en coordonnees carteriennes 
7. conversion en coordonnees carteriennes 
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y_final = y(length(y)); 
CalcCheminANGLE.m 
function angle_final = CalcCheminANGLE(CondInit, L, pts) 
E.young • 70e9; 
I_y = 1.2e-17; 
7. Module d'Young de la fibre 
% Moment d'inertie de la fibre 
ds = L/(pts); 7, Element de longueur sur la fibre 
M(l) « Condlnit(l); 7. Moment 
N(l) = CondInit(2); 7. Force laterale (a l'element ds) 
T(l) = CondlnitO); 7. Tension (parallel a ds) 
th(l) = 0; 7. initialisation de theta 
x(l) = 0; 7. initialisation de x 
y(i) = 0; 7. initialisation de y 
for i = 1:(pts) 
dth = M(i)*ds/(E_young*I_y); 
th(i+l) = th(i) + dth; 
M(i+1) = M(i) - N(i)*ds; 
N(i+1) = N(i) - T(i)*dth; 
T(i+1) = T(i) + N(i)*dth; 
x(i+l) = x(i) + ds*cos(th(i)); 
y(i+l) • y(i) + ds*sin(th(i)); 
end 
7. Deviation de theta du au moment (courbure) 
7. update theta 
7. Relation differentielle entre M et N 
7. Relation differentielle entre N et T 
7. Relation differentielle entre T et N 
7. conversion en coordonnees cartgriennes 
7. conversion en coordonnees carteriennes 
angle_final = (180/pi)*atan((y(pts)-y(pts-l))./(x(pts)-x(pts-l))); 
dum = 1; 
CalcChemin.m 
function [Chemin_init, MNT] = CalcChemin(CondInit, L.pts) 
E_young = 70e9; 7. Module d'Young de la fibre 
I_y = 1.2e-17; 7, Moment d'inertie de la fibre 
ds = L/(pts); 7. Element de longueur sur la fibre 
M(l) « Condlnit(i); 7. Moment 
N(l) = CondInit(2); 7. Force laterale (a l'element ds) 
T(l) = CondlnitO); 7. Tension (parallel a ds) 
th(l) = 0; 7. initialisation de theta 
x(l) = 0; 7. initialisation de x 
y(l) = 0; 7. initialisation de y 
for i » 1:(pts) 
dth = M(i)*ds/(E_young*I_y); 
th(i+l) = th(i) + dth; 
MU+1) = M(i) - N(i)*ds; 
N(i+1) = N(i) - T(i)*dth; 
T(i+1) = T(i) + N(i)*dth; 
x(i+l) = x(i) + ds*cos(th(i)); 
y(i+l) = y(i) + ds*sin(th(i)); 
end 
7. Deviation de theta dtl au moment (courbure) 
7. update theta 
7, Relation differentielle entre M et N 
% Relation differentielle entre N et T 
7, Relation differentielle entre T et N 
7. conversion en coordonnees carteriennes 
7. conversion en coordonnees carteriennes 
angle = atan(diff(y)./diff(x)); 
Chemin_init = [x 
y]; 
MNT = [M; N; T]; 
'/. Resultat du calcul: Chemin x,y, theta de la fibre sous les conditions MO, TO, NO 
7. au point x - y ~ 0. 
CalcBiref.m 
function [Chemin_init, MNT] = CalcCheminCCondlnit, L ,p ts ) 
function [delta_phase, beta_eq] = CalcBiref(x,y) 
pente = diff(y) . /diff(x); 
del ta .s = sqrt(diff(x)."2 + diff(y).~2); 
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for i = l:length(pente)-l 
A - [(x(i+2)-x(i)) ; pente(i)*(x(i+2)-x(i))] ; 
B = [(x(i+2)-x(i+D) ; pente(i+i)*(x(i+2)-x(i+l))]; 
test(i) - (A'*B)/(norm(A)*nonn(B)); 
delta_phi(i) = acos((A'*B)/(norm(A)*norm(B))); 
end 
rho = delta_s(find(delta_phi~=0))./delta_phi(find(delta_phi"=0)); 
lambda = 1.55e-6; '/, original 
'/.lambda = 1527.41e-9; 
nO = 1.46; 
pll = 0.113; 
pl2 = 0.252; 
nu = 0.16; 
r = 250e-6; 'I. original et correct 
*/.r = 180e-6; 
C_s = 0.5*(2*pi/(lambda))*(n0)~3*abs(pll - pl2)*(l+nu); 
beta = 0.5*C_s*(r."2)./(rho."2); 
delta_phase - sum(beta.*delta_s(l:length(beta))); 
beta.eq = delta_phase/(sum(delta_s)); 
CalcOverLap.m 
function F = Calc0verLap(xl,yl,x2,y2) 
F = sum((x2-xl).-2 + (y2-yl)."2); 
