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V magistrskem delu smo proučili vlogo šolskega svetovalnega delavca pri obravnavi 
primerov spletnega nasilja med osnovnošolci. Osredotočili smo se predvsem na to, kakšno 
vlogo in kakšne naloge ima šolski svetovalni delavec pri delu z žrtvijo, s storilcem oziroma 
storilci in opazovalci nasilja ter v okviru tega pri sodelovanju s starši, vodstvom in zunanjimi 
institucijami.  
V prvem, teoretičnem delu naloge smo najprej opredelili medvrstniško nasilje v šoli. Nadalje 
smo predstavili posebnosti spletnega nasilja, različne tipologije oblik spletnega nasilja in 
pojasnili dinamiko tovrstnega nasilja. Nadalje smo izpostavili še dejavnike, ki spodbujajo 
širjenje pojava spletnega nasilja, posledice spletnega nasilja za žrtev, temeljne značilnosti 
storilcev spletnega nasilja in odzivanje na spletno nasilje. Spletno nasilje smo opredelili tudi z 
vidika kazenskega prava. V nadaljevanju teoretičnega dela smo pojav spletnega nasilja 
umestili v šolski prostor. Pri tem smo najprej izpostavili pomen digitalne pismenosti 
osnovnošolcev in preventivnih dejavnosti ter že obstoječih oblik pomoči na področju 
spletnega nasilja. V zadnjem delu teoretičnega dela naloge pa smo s pomočjo že obstoječe 
teorije opredelili vlogo šolske svetovalne službe pri obravnavi spletnega nasilja med 
osnovnošolci.  
V drugem, empiričnem delu naloge smo izhajali iz predpostavke, da ima šolski svetovalni 
delavec, ki ima znanje in spretnosti za vodenje svetovalnega pogovora ter za delo z različnimi 
posamezniki in skupinami, pri obravnavi medvrstniškega spletnega nasilja pomembno vlogo. 
Tako smo v kvalitativni raziskavi med svetovalnimi delavci iskali odgovore na pet vsebinskih 
sklopov raziskovalnih vprašanj: splošno o spletnem nasilju med mladimi, obravnava spletnega 
nasilja med osnovnošolci, usposobljenost šolskih svetovalnih delavcev na področju obravnave 
spletnega nasilja, ovire in izzivi na področju spletnega nasilja, pozitivne oziroma negativne 
izkušnje pri obravnavi medvrstniškega spletnega nasilja.  
Dobljeni rezultati potrjujejo, da je šolska svetovalna služba pomemben člen, ko se med učenci 
pojavi primer medvrstniškega spletnega nasilja. Šolski svetovalni delavci poročajo, da  
prepoznajo žrtev, da se na pojav spletnega nasilja med vrstniki vedno odzovejo, imajo 
osnovna znanja in spretnosti za delo z vsemi akterji medvrstniškega spletnega nasilja, izvajajo 
oziroma sodelujejo pri organizaciji in izvedbi preventivnih dejavnosti na tem področju, 
poznajo že obstoječe zunanje institucije, ki se ukvarjajo s spletnim nasiljem in so jim na ta 
način v pomoč tako pri obravnavi medvrstniškega spletnega nasilja kot tudi pri organizaciji 
ter izvedbi preventivnih dejavnosti. Prav tako pa intervjuvani šolski svetovalni delavci 
poročajo, da dobro poznajo tudi kazensko zakonodajo na področju spletnega nasilja. Na 
koncu smo opozorili tudi na določene vidike, ki jih je v povezavi z vlogo šolske svetovalne 
službe pri obravnavi spletnega nasilja med osnovnošolci v prihodnje smiselno še raziskati, 
izpopolniti in strokovno razvijati. To so: opredelitev pojma in oblik spletnega nasilja, 
oblikovanje jasnih protokolov o odzivanju in postopanju pri obravnavi spletnega nasilja, 
opredelitev vloge in pristojnosti akterjev medvrstniškega spletnega nasilja, stalno spremljanje 
dogajanja na področju, umeščanje pedagoškega in pravnega znanja ter spretnosti s področja 
medvrstniškega spletnega nasilja v študijske programe in programe dodatnega strokovnega 
izpopolnjevanja, organizacija in izvajanje dodatnih strokovnih izobraževanji in preventivnih 
dejavnosti na temo spletnega nasilja ter izpostavljanja pomena povezovanja šolske svetovalne 
službe z zunanjimi strokovnjaki in institucijami s tega področja. 
Ključne besede: medvrstniško nasilje, spletno nasilje, osnovnošolci, šolska svetovalna 




The master's thesis put forward the importance of the school counselor in cases of 
cyberbullying among primary school children. We focused primarily on the role of school 
counselor in dealing with the victim, the person who caused violent behaviour, observants 
and, in this context, the role of counselor in cooperation with parents, school management and 
external institutions.  
In the first, theoretical part of the thesis, we first identified peer violence in school. 
Furthermore, we presented the specifics of cyberbullying, various typologies and forms of 
cyberbullying, and explained the dynamics of such violence. We further highlighted the 
factors that drive the spread of cyberbullying among peers, the consequences of cyberbullying 
for the victim, the basic characteristics of the perpetrators of cyberbullying and the response 
to cyberbullying. We also define cyberbullying from a criminal law perspective. In the 
continuation of the theoretical work we have placed the phenomenon of cyberbullying in the 
school environment. We also highlighted the importance of digital literacy for primary school 
children and preventative activities, as well as existing forms of assistance in the field of 
cyberbullying. In the last section of the theoretical part of the thesis, we have identified the 
role of the school counselling service in addressing cyberbullying among primary school 
children, using the existing theory. 
In the second, empirical part of the thesis, we followed the assumption that the school 
counselor, who has the knowledge and skills to conduct counselling conversations and to 
work with different individuals and groups, plays an important role in the treatment of peer 
violence online. Thus, in a qualitative survey among counselors, we sought answers to five 
substantive sets of research questions: general on cyberbullying among young people, 
treatment of cyberbullying among primary school students, competence of school counselors 
in the field of cyberbullying, obstacles and challenges in the field of cyberbullying, positive or 
negative experiences in dealing with peer violence online. 
The results from the survey confirmed that the school counselling service plays important role 
when a case of peer bullying occurs among students. School counselors included in survey 
recognized the victim, also they are always responsive to the occurrence of cyberbullying, 
have basic skills to work with all perpetrators of cyberbullying, they perform or participate in 
the organization and implementation of preventative activities in this matter, they know pre-
existing external institutions that deal with cyberbullying and thus help them both to deal with 
cyberbullying and to organize and carry out preventive activities. Also, the school counselors 
interviewed report that they are well aware of criminal law in the area of cyberbullying. 
Finally, we highlighted certain aspects that, in connection with the role of the school 
counselling service in addressing cyberbullying among elementary school students, are 
important to investigate, refine and professionally develop it in the future, These are: defining 
the concept and forms of cyberbullying, developing specific protocols and guidelines on how 
to respond on cyberbullying, defining the role and responsibilities of cyberbullying actors, 
continuous monitoring of developments in the field, placing pedagogical and legal knowledge 
and skills in the field of cyberbullying in study programs and further professional 
development programs, organization and implementation of additional professional education 
and preventive activities on the topic of cyberbullying and highlighting the importance of 
linking the school counselling service with external experts and institutions involved in this  
cyberbullying. 
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S tehnološkimi napredki, kot so računalnik, mobilni telefon, druge pametne mobilne naprave 
in splet, se odpira prostor za novo obliko medvrstniškega nasilja, t. i. spletno nasilje (angleško 
cyberbullying). E-sporočila, besedilna sporočila, spletne klepetalnice, mobilni telefoni, 
kamere na mobilnih telefonih, spletne strani, blogi in podobno osnovnošolcem omogočajo 
prenos problema t. i. tradicionalnega medvrstniškega nasilja v virtualni prostor (Kowalski idr. 
2012, str. 56). Na ta način je nasilje prisotno povsod in mu posameznik ne more ubežati niti v 
šoli niti doma, zato je pri obravnavi spletnega nasilja ključna povezanost doma in šole, torej 
staršev in strokovnih delavcev šole, saj pri spletnem nasilju ne gre za vprašanje, kje se konča 
odgovornost staršev in začne odgovornost šole, ampak za prizadevanje, da spletno nasilje 
postane skupna odgovornost vseh vpletenih (Priporočila za šole … 2014, str. 1). 
Med strokovnimi delavci šole ima posebno vlogo pri obravnavi medvrstniškega nasilja, torej 
tudi spletnega nasilja, šolska svetovalna služba; ta je namreč mesto pomoči in sodelovanja v 
šoli, ki preko dejavnosti, nalog in projektov, ki jih izvaja, pomaga vsem udeležencem 
vzgojno-izobraževalnega dela v šoli, pri katerih se pojavi potreba po pomoči (Programske 
smernice … 2008, str. 15). Svetovalni delavci v šolski svetovalni službi preko svetovalnega 
odnosa na strokovno avtonomni način nudijo najrazličnejše neposredne oblike dajanja pomoči 
posamezniku ali skupini in tudi posredne strokovne aktivnosti, potrebne znotraj ali zunaj šole 
(prav tam). Dejavnosti pomoči so ena izmed treh osnovnih dejavnosti šolske svetovalne 
službe. Šolski svetovalni delavci so po strokovnem profilu lahko psihologi, pedagogi, socialni 
pedagogi, socialni delavci, specialni pedagogi ali drugi strokovno usposobljeni za vodenje 
svetovalnih pogovorov in za delo tako s posameznikom kot tudi s skupino ali oddelkom (prav 
tam, str. 11). Poleg tega imajo šolski svetovalni delavci tudi druga znanja z različnih 
strokovnih področij, ki se vežejo na delo v vzgojno-izobraževalni ustanovi, na zagotavljanje 
kakovostnega vzgojno-izobraževalnega procesa ter napredka na vseh področjih razvoja otrok 
in mladostnikov (Gregorčič Mrvar in Resman 2019, str. 10). V te kompetence šolskih 
svetovalnih delavcev sodi tudi znanje s področja problematike nasilja. Delo z otroki in 
mladostniki, ki so izpostavljeni kateri koli obliki nasilja, tudi medvrstniškemu spletnemu 
nasilju, je namreč eno izmed strokovnih področij, s katerimi se ukvarja šolski svetovalni 
delavec. Gre za strokovno področje, imenovano svetovalno delo in pomoč otrokom, 
mladostnikom ter staršem (prav tam, str. 21).  Torej imajo šolski svetovalni delavci tudi 
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določene spretnosti, ki jim omogočajo skrb za preventivne in kurativne dejavnosti ob različnih 
problemih, s katerimi se soočajo udeleženci vzgojno-izobraževalnega procesa (Pečjak in 
Košir 2012, str. 98), kamor vsekakor spada tudi problem medvrstniškega nasilja. Svetovalni 
delavci so tako eni izmed tistih oseb v šoli, na katere se žrtev, starši in/ali drugi strokovni 
delavci šole obrnejo po pomoč v primeru katere koli oblike medvrstniškega nasilja, torej tudi 
v primeru spletnega nasilja kot posebne oblike medvrstniškega nasilja (Lešnik Mugnaioni idr. 
2016, str. 22). 
V magistrski nalogi, ki je sestavljena iz dveh delov, bomo proučevali vlogo šolske svetovalne 
službe pri obravnavi spletnega nasilja med osnovnošolci. V prvem, teoretičnem delu bomo 
najprej opredelili pojem medvrstniškega nasilja, dinamiko le-tega in oblike, v katerih se 
pojavlja. Nato se bomo osredotočili na pojav spletnega nasilja, in sicer bomo opredelili pojem 
spletnega nasilja, navedli tipologije spletnega nasilja, pojasnili dinamiko in dejavnike, ki 
omogočajo in spodbujajo širjenje pojava tovrstnega nasilja. Navedli bomo tudi, kakšne 
posledice prinaša spletno nasilje za žrtev, kakšne so temeljne značilnosti storilcev spletnega 
nasilja in kakšna so priporočila glede odzivanja na spletno nasilje.  
V nadaljevanju teoretičnega dela naloge bomo obravnavali pojav spletnega nasilja v šoli. 
Predstavili bomo pomen digitalne pismenosti osnovnošolcev in jo navezali na področje 
spletnega nasilja. Predstavili bomo obstoječe podatke raziskav o razširjenosti spletnega nasilja 
med otroki in mladostniki v osnovi šoli tako v Sloveniji kot v tujini. V nadaljevanju se bomo 
osredotočili na to, kakšno vlogo imajo različni posamezniki v primeru spletnega nasilja, torej 
kakšna je vloga ravnatelja, učiteljev, učencev, staršev ipd., kako lahko v šoli in doma 
poskrbimo za zmanjšanje izpostavljenosti pojavu spletnega nasilja ter kakšne oblike pomoči 
so nam že na voljo. Nazadnje se bomo v teoretičnem delu posvetili šolski svetovalni službi in 
njeni vlogi pri obravnavi primerov spletnega nasilja, kar pomeni, da bomo najprej opredelili 
šolsko svetovalno službo, njene osnovne dejavnosti ter pomen sodelovanja s starši in s 
strokovnjaki zunanjih institucij, nato pa bomo teoretično osvetlili še njeno vlogo pri obravnavi 
spletnega nasilja med osnovnošolci, tj. delo z žrtvijo, s storilcem/storilci, z vrstniki 
opazovalci, s starši in zunanjimi institucijami.  
V drugem, empiričnem delu naloge bomo preučevali, kako šolski svetovalni delavci 
opredeljujejo spletno nasilje, v kakšnih oblikah ga opažajo in kako ga zaznavajo med 
osnovnošolci. Nadalje bomo podrobneje raziskovali, kakšne so po mnenju šolskih svetovalnih 
delavcev njihove naloge pri obravnavi primerov spletnega nasilja, na kakšen način torej steče 
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obravnava z žrtvijo, na kakšen način s storilcem/storilci in starši žrtve oz. s starši storilca. 
Ugotavljali bomo, katere dejavnosti, tj. svetovalni pogovor, posvetovanje z učitelji, vodstvom 
šole in starši otrok oz. mladostnikov, dejavnosti za opolnomočenje žrtev nasilja ipd. šolski 
svetovalni delavci izvajajo v okviru posamezne obravnave ter katera znanja in spretnosti 
šolski svetovalni delavci izpostavljajo kot najpomembnejša za kakovostno obravnavo. 
Zanimalo nas bo, katere so njihove dolžnosti in odgovornosti v razmerju do udeležencev v 
spletnem nasilju tako s pedagoškega kot pravnega vidika.  
V empiričnem delu bomo preverjali tudi, ali šolski svetovalni delavci pripravljajo preventivne 
dejavnosti (za učence, učitelje, starše) na temo spletnega nasilja. Prav tako bomo raziskali, v 
okviru katerih dejavnosti (tako na ravni preventivnih kot kurativnih) se šolski svetovalni 
delavci povezujejo z zunanjimi institucijami. Ob tem pa tudi,  s katerimi omejitvami se šolski 
svetovalni delavci srečujejo pri soočanju s spletnim nasiljem in kje vidijo možnosti za bolj 
kakovostno obravnavo problematike spletnega nasilja. 
 
S teoretičnimi izhodišči in rezultati empirične raziskave bomo prikazali le del celotne 
problematike spletnega nasilja med mladimi, kljub temu pa bomo morda prišli do nekaterih 





II. Teoretični del 
1 Medvrstniško nasilje  
 
Pojav nasilja je eden izmed temeljnih družbenih problemov in se pojavlja praktično na vseh 
področjih družbenega življenja (Lešnik Mugnaioni idr. 2009, str. 11). V Slovarju slovenskega 
knjižnega jezika je nasilje opredeljeno kot »dejaven odnos do koga, značilen po uporabi sile, 
pritiska« (SSKJ 2008, 64). Torej je nasilje v slovenskem prostoru razumljeno kot vse tisto, kar 
oseba oz. skupina oseb želi doseči s silo in pri tem namerno prizadene, škodi in povzroča 
fizično in/ali psihično trpljenje ali ekonomsko škodo drugi osebi oz. skupini oseb (Zalokar 
Divjak 2000, str. 124). Vendar pa je navedena opredelitev nasilja le ena izmed mnogih 
obstoječih, saj le-ta ni statična, ampak se nenehno spreminja.  
Kot zapiše Doroteja Lešnik Mugnaioni s sodelavci (2009, str. 22), je slednja odvisna od 
številnih socialnih situacij in okoliščin. Nasilje je namreč družbeni pojav, pri raziskovanju 
katerega moramo upoštevati družbene okoliščine, kar pomeni, da je potrebno raziskati samo 
dejanje, odnos, v katerem sta oz. so osebe, med katerimi se dogaja nasilje, škodo, ki je bila 
povzročena z nasiljem, in prostor, kjer se nasilje zgodi oz. dogaja (prav tam).  
 
1.1 Nasilje v šoli 
 
Tudi šolski prostor je mesto, v katerem je nasilje v najrazličnejših oblikah prisotno že dlje 
časa (prav tam, str. 11). D. Lešnik Mugnaioni s sodelavci (2009, str. 50) na tem mestu 
izpostavlja, da je prav tako težko kot opredeliti nasilje tudi podati eno samo opredelitev tako 
imenovanega nasilja v šoli. Opredelitev slednjega se je namreč z vsebinskega vidika v 
zadnjem desetletju bistveno razširila. Nekateri avtorji navajajo, da gre, ko govorimo o nasilju 
v šoli, za mnogovrstno nasilje, vezano na šolski prostor (prav tam). Pri tem izpostavijo, da s 
pojmom šolski prostor mislijo na »šolo kot ustanovo s svojimi specifičnimi psihološko-
socialnimi, vzgojno-izobraževalnimi, pravnimi in prostorskimi značilnostmi« (prav tam, str. 
51) in »šolo, v kateri potekajo mnogovrstne interakcije med subjekti (posamezniki in 
skupinami)« (prav tam). Tako je po mnenju teh avtorjev pojav nasilja v šoli mogoč takoj, ko 
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se v šoli vzpostavijo odnosi in komunikacija. Na ta način se lahko v šoli srečamo z vsaj 
šestimi vrstami nasilja.  
Lešnik Mugnaioni s sodelavci (prav tam) kot prvo navede vrstniško nasilje oz. v širšem 
smislu nasilje med učenci, nadalje opredeli nasilje v odnosu med učenci in učitelji, potem 
navaja nasilje v odnosu med učitelji in starši, nasilje med vodstvom zavoda in drugimi 
zaposlenimi, nasilje med učitelji in drugimi zaposlenimi in nasilje nad otroki v družini (prav 
tam). Med omenjenimi je najbolj prepoznana vrsta nasilja v šoli medvrstniško nasilje. 
Dorothea Ross (2000 v Pečjak 2014, str. 8) izpostavlja, da je medvrstniško nasilje resen in 
vseprisoten pojav na šolah po svetu. Čeprav gre za dokaj star pojav, so se raziskovalci z njim 
začeli sistematično ukvarjati šele v 70. letih prejšnjega stoletja. Z raziskovanjem nasilja med 
vrstniki so začeli v Angliji, Skandinaviji in ZDA, od koder tudi izhaja poimenovanje tega 
pojava, in sicer so zanj uporabili izraz »bullying«. V literaturi se srečamo z različnimi 
opredelitvami tako imenovanega bullyinga. Dennis Lines (2008 v Lešnik Mugnaioni idr. 
2009, str. 58) na primer bullying med vrstniki opredeli 
»kot kontinuirano vedenje fizičnega, psihološkega, socialnega, verbalnega ali čustvenega 
ustrahovanja s strani enega ali več vrstnikov. Bullying je vsako dejanje, od udarcev do dajanja 
vzdevkov, ki te razjezijo, razburijo ali prizadenejo.« Ken Rigby (2008 v Lešnik Mugnaioni 
idr. 2009, str. 59) na drugi strani bullying opredeli širše. Pravi, da gre za »sistematično 
zlorabo moči v medosebnih odnosih«. S tem se avtor torej ne omeji zgolj na vrstniško nasilje, 
čeprav se v angleščini izraz bullying uporablja izključno za nasilje med učenci v šolskem 
prostoru. V opredeljevanju bullyinga se torej pojavljajo razlike in tudi v slovenskem prostoru 
nimamo enotnega prevoda za omenjeni izraz. Strokovnjaki ga prevajajo bodisi kot trpinčenje, 
ustrahovanje, tiraniziranje bodisi kot medvrstniško nasilje. Gre torej za različna poimenovanja 
istega pojava.  
 
1.2 Opredelitev medvrstniškega nasilja 
 
Kljub obstoju najrazličnejših poimenovanj in opredelitev medvrstniškega nasilja pa se 
medvrstniško nasilje najpogosteje opredeljuje z definicijo švedskega profesorja Dana 
Olweusa (1993 v Pečjak 2014, str. 9), ki se je prvi začel sistematično ukvarjati z 
raziskovanjem pojava medvrstniškega nasilja. Le-ta navaja, da o medvrstniškem nasilju 
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govorimo, ko je »učenec v daljšem časovnem obdobju večkrat izpostavljen agresivnemu 
vedenju oz. negativnim dejanjem, ki jih povzroči njegov vrstnik ali skupina vrstnikov« (prav 
tam). Agresivno vedenje je najpogosteje opredeljeno kot vedenje, ki vključuje nasilna ali 
napadalna dejanja proti drugi osebi oz. vedenje, katerega temeljni namen je povzročiti telesno 
ali duševno škodo drugi osebi (Pušnik 1999, str. 24; Kristančič 2002, str. 98). 
Drugi avtorji kasneje k opredelitvi medvrstniškega nasilja dodajo še nekatere druge elemente, 
ki jih Olweus v svoji opredelitvi ne navaja. In sicer izpostavijo, da gre pri medvrstniškem 
nasilju za agresivno vedenje, ki je namerno, vključuje neravnovesje moči in se pogosto dogaja 
dlje časa (Pečjak 2014, str. 9).  
Te elemente vsebuje tudi opredelitev medvrstniškega nasilja Petra K. Smitha in Paula F. 
Briana (2000 v Smith idr. 2004, str. 547), ki nasilje med vrstniki opredeljujeta kot 
ponavljajoče se agresivno vedenje ene ali več oseb proti eni ali več šibkejšim osebam 
podobne starosti. Podobno definicijo medvrstniškega nasilja navaja tudi Klavdija Aničić s 
sodelavci (2002, str. 105). Ti zapišejo, da je »vrstniško nasilje namerna, ponavljajoča se 
uporaba fizičnega, psihičnega ali ekonomskega nasilja povzročitelja nad drugim otrokom ali 
mladim podobne ali enake starosti«. 
Medvrstniško nasilje lahko torej opredelimo kot dlje trajajoče namerno agresivno vedenje z 
neravnovesjem moči med žrtvijo in napadalcem, pri čemer gre bodisi za fizično bodisi 
psihično nemoč žrtve (Pečjak 2014, str. 9). V večini primerov o medvrstniškem nasilju 
govorimo, kot smo že zapisali, ko se slednje dogaja dlje časa, vendar pa se lahko kot 
medvrstniško nasilje obravnavajo tudi enkratni dogodki, pri katerih gre za oblike hujšega 
nadlegovanja (prav tam) – v primerih, ko je prisotna očitna razlika v telesni ali psihični moči 
med povzročiteljem in žrtvijo. Kar pa ne pomeni, da je vsak pretep oziroma prepir med otroki 
in mladimi že vrstniško nasilje.  
 
1.3 Dinamika medvrstniškega nasilja 
 
Za lažje prepoznavanje medvrstniškega nasilja v šoli in ukrepanje na tem področju je 
pomembno, da poznamo dinamiko njegovega delovanja. Slednjo nazorno pokažeta dva 
modela, in sicer model valujočega učinka in model spiralnega učinka navzdol.  
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Model valujočega učinka predstavi, kako medvrstniško nasilje vpliva na vse posameznike 
znotraj socialnega okolja. Njegov vpliv Keith Sullivan (2011, str. 37) predstavi s pomočjo 
petih stopenj znotraj modela (slika 1). 
Prva stopnja se pojavi, ko je izveden nasilni dogodek. V središču je neposredna žrtev 
medvrstniškega nasilja, ki se zaradi nasilja ne počuti varno. Žrtev čuti pritisk nasilja vseskozi 
in ne le v trenutku, ko se slednje pojavi (prav tam). Nenehno jo je strah, kdaj se bo nasilno 
dejanje ponovilo oz. nadaljevalo, v kakšni obliki ipd. Na drugi stopnji medvrstniško nasilje 
prizadene starše oz. celotno družino žrtve, zato Sullivan (prav tam, str. 38) o njih govori kot o 
sekundarnih žrtvah medvrstniškega nasilja. Starši in družina žrtve se soočajo z različnimi 
občutji, od začetnega brezupa do jeze in želje po maščevanju. V kolikor so starši tisti, ki 
zaznajo medvrstniško nasilje in o tem obvestijo šolo, morajo biti s strani šole slišani in tudi 
informirani. Na naslednji, tj. tretji stopnji medvrstniško nasilje vpliva tudi na opazovalce 
nasilja (prav tam). Le-ti se soočajo z občutki strahu in nelagodja, saj vedo, da se nasilje lahko 
zgodi tudi njim. Pogosto občutijo tudi sram, da nasilja niso poskusili zaustaviti. Za 
opazovalce in njihovo delovanje ima pomemben vpliv predvsem odziv šole na medvrstniško 
nasilje (prav tam). V kolikor opazovalci vidijo, da se šola trudi zaustaviti medvrstniško 
nasilje, potem obstaja večja verjetnost, da tudi oni ne bodo odobravali nasilja in bodo o njem, 
če ga opazijo, povedali odrasli osebi. Odziv šole je pomemben tudi za druge v šoli (četrta 
stopnja), ki slišijo ali vidijo, da se medvrstniško nasilje dogaja in posledično lahko šolo 
občutijo kot prostor, ki ni varen (prav tam), sploh v primerih, ko se šola ne odziva na nasilje 
in s tem sama ustvarja kulturo nasilja. Na peti stopnji pa avtor govori o vplivu medvrstniškega 
nasilja na širšo skupnost (prav tam). Če se nasilje ne odkriva in poskuša preprečiti že v šoli, se 
storilcu posreduje sporočilo, da ga lahko izvaja tudi izven šole, npr. na poti v/iz šole, na ulici 
idr. Če pa se šola odziva in učinkovito spoprijema z nasiljem, ustvari varno in zdravo okolje 











                                                                     5. stopnja:  
                                                   nasilje vpliva na širšo skupnost 
                                     (če se posamezniki ne počutijo varne v šoli,  
                                se ne počutijo varne niti zunaj nje v širši skupnosti) 
 
 
                                                
                                                               4. stopnja: 
                                                      nasilje vpliva na druge v šoli,  
                                                             ki slišijo za dogodek  
                                                      (se ne počutijo varne v šoli)  
                                                          
                                                                     3. stopnja:  
                                                        nasilje vpliva na opazovalce  
                                                                    nasilja v šoli  
                                                        (občutek strahu in nelagodja) 
                                  
                                                                     2. stopnja: 
                                                     nasilje prizadene družino žrtve 
                                                  (občutek jeze in empatija z žrtvijo) 
 
1. stopnja: 
                                                                  nasilni dogodek 
 








Drugi model, preko katerega Sullivan (2011, str. 39) pojasnjuje dinamiko medvrstniškega 
nasilja, je model spiralnega učinka navzdol. Avtor pravi, da medvrstniško nasilje poteka preko 
petih stopenj. Prva stopnja se imenuje opazuj in čakaj. Na tej stopnji nasilnež spremlja 
dogajanje v oddelku in si izbira potencialno žrtev (prav tam). Slednja niti ne sluti, da je 
izpostavljena opazovanju. Na drugi stopnji žrtev postane izpostavljena nasilju, vendar v 
majhnem obsegu, saj storilec šele preizkuša situacijo (prav tam, str. 40). Opazuje predvsem 
odziv potencialne žrtve. V kolikor je odziv pasiven ali agresiven, storilec potrdi izbor žrtve in 
nadaljuje z nasiljem v večjem obsegu (tretja stopnja). Na četrti stopnji se nasilje 
nenadzorovano širi in postaja vse hujše, saj ga nihče ne ustavi. Opazovalci se pogosto ne 
odzivajo, ampak nasilje zgolj pasivno opazujejo (prav tam, str. 41). Na zadnji, peti stopnji pa 
se nasilje močno razširi. Učenec, ki je storilec, pridobi nestvaren občutek moči in stopnjuje 
intenzivnost svojih dejanj. Medtem ko se pri učencu, ki je žrtev, začne krepiti občutek nemoči 
in brezupa, prične izgubljati samozaupanje. Posledice nasilja pa se pričnejo odražati tudi na 
področju šolskega dela (npr. poslabšanje učnega uspeha) (prav tam). 
Opisana modela nam omogočata, da lažje prepoznamo, razumemo in se odzivamo na 
medvrstniško nasilje v šoli. Seveda pa moramo poleg dinamike medvrstniškega nasilja 
poznati tudi najrazličnejše oblike, v katerih se slednje pojavlja.  
 
1.4 Oblike medvrstniškega nasilja 
 
Ko govorimo o medvrstniškem nasilju, je pomembno opozoriti na to, da se le-to pojavlja v 
številnih oblikah. Različni avtorji razvrščajo oblike medvrstniškega nasilja v različne 
kategorije.  
Olweus (1993 v Pečjak 2014, str. 10) tako v osnovi loči med neposrednim in posrednim 
medvrstniškim nasiljem. Pravi, da o neposrednem medvrstniškem nasilju govorimo, ko »gre 
za odkrit in očiten napad na drugo osebo«, medtem ko o posrednem nasilju govorimo, ko 
pride na primer do socialne osamitve ali izključitve iz skupine. Kasneje Olweus in Solberg 
(2003 v Peklaj in Pečjak 2015, str. 234) v Olwseusovem vprašalniku medvrstniškega nasilja 
slednje razvrstita v še sedem kategorij, in sicer v verbalno nasilje, izločenost iz skupine, 
fizično nasilje, širjenje lažnih govoric, jemanje denarja ali poškodovanje tujih stvari (tj. 
ekonomsko nasilje), prisiljenost v početje določenih stvari in v rasno nasilje.  
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Nekoliko drugače nasilje med vrstniki kategorizirajo drugi avtorji. K. Berger (2007 v prav 
tam) vse oblike razvrsti v naslednje štiri kategorije: fizično nasilje, kamor sodi porivanje, 
brcanje, poškodovanje lastnine drugega; odnosno oz. relacijsko nasilje, kot je manipuliranje z 
medosebnimi odnosi; verbalno nasilje, npr. zbadljivke, in spletno nasilje, kamor K. Berger 
uvršča širjenje govoric preko spleta ali pošiljanje žaljivih telefonskih sporočil (prav tam). 
Podobno oblike medvrstniškega nasilja kategorizira tudi Cheng s sodelavci (2011 v Pečjak 
2014, str. 11). Ti navajajo šest kategorij nasilja med vrstniki: fizično nasilje, verbalno nasilje, 
relacijsko oz. odnosno nasilje, nasilje do lastnine, vedenjsko nasilje in prisilno vedenje.    
Sullivan (2011, str. 11) za razliko od zgoraj navedenih kategorizacij obstoječe oblike 
medvrstniškega nasilja razvrsti hierarhično. Pravi, da medvrstniško nasilje v osnovi lahko 
delimo na fizično ali neposredno nasilje in na psihično nasilje ali posredno nasilje. K 
fizičnemu nasilju Sullivan (prav tam) uvršča pretepe s poškodbami, namerno brcanje, 
odrivanje, lasanje, grizenje, potiskanje, prerivanje, namerno poškodovanje lastnine 
posameznika in omejitev gibanja. Torej lahko zapišemo, da je fizično nasilje odkrit napad na 
drugo osebo oz. njeno lastnino, medtem ko je psihično nasilje najpogosteje opredeljeno kot 
napad na posameznika brez fizičnih znakov (prav tam). Sullivan na tem mestu psihično 
nasilje razdeli na verbalno nasilje, kamor uvršča žaljivke in zmerljivke, razširjanje lažnih 
govoric, hujskanje prijateljev, grožnje in druge oblike verbalnega poniževanja, ter na 
neverbalno nasilje. Slednje razdeli še na neposredno in posredno neverbalno nasilje (prav tam, 
str. 13). Pri neposrednem neverbalnem nasilju govori o najrazličnejših nesramnih gestah, pri 
posrednem neverbalnem nasilju pa izpostavi, da gre za bolj prikrite oblike, ki vključujejo 
manipulacijo z odnosi, kot je na primer namenska socialna izključitev oz. osamitev (prav 
tam).  
Poleg navedenih osnovnih oblik medvrstniškega nasilja avtorji, vključno s Sullivanom, 
pogosto navajajo še dve specifični obliki medvrstniškega nasilja, in sicer spolno nasilje in 
spletno (angl. cyber) nasilje (prav tam), pri čemer spolno nasilje najpogosteje opredelijo kot 
obliko nasilja, ki vključuje nespodobne geste, kot so otipavanje, božanje, prisiljen spolni 
odnos oz. posilstvo in komunikacijo, ki vključuje žaljivke s seksualno vsebino, nagovarjanje k 
spolnemu odnosu ali h kazanju spolnih organov (Aničić idr. 2002, str. 149). O drugi specifični 
obliki medvrstniškega nasilja, o spletnem nasilju pa govorimo v primeru nasilnega vedenja, 
izvedenega s pomočjo tehnologije, torej s pomočjo mobilnih naprav in/ali spleta (Pečjak 
2014, str. 15). 
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Rigby (2008, str. 26) zapiše, da gre za pri spletnem nasilju za obliko medvrstniškega nasilja, 
ki v zadnjih letih postaja vse bolj razširjena, s čimer se strinja tudi Kowalski s sodelavci 
(2012, str. 13), ki prav tako zapiše, da je spletno nasilje vedno bolj prisotna oblika nasilja med 
otroki in mladostniki. 
2 Spletno nasilje 
 
Za spletno nasilje se uporabljajo različni izrazi: elektronsko nasilje, kibernetsko nasilje, 
internetna krutost, družbeno nasilje, teror preko tehnologije in podobno (Završnik 2013, str. 
225).  
Že iz različnih izrazov, ki jih različni avtorji uporabljajo za pojav spletnega nasilja, je 
razvidno, da podobno kot pri opredeljevanju medvrstniškega nasilja tudi za pojav spletnega 
nasilja ne moremo podati ene same enotne opredelitve. Čeprav trenutno še ne obstaja enotna 
opredelitev spletnega nasilja, si avtorji tega področja  prizadevajo, da bi v bodoče vzpostavili 
enotno opredelitev za ta pojav. Pri tem se naslanjajo na že omenjeno opredelitev t. i. 
tradicionalnega medvrstniškega nasilja oz. na elemente, s pomočjo katerih Owleus (2003 v 
Bell idr. 2015, str. 1) opredeli tradicionalno medvrstniško nasilje. 
  
2.1 Opredelitev spletnega nasilja 
 
Patchin in Hinduja (2015 v Stabić in Tokić Milaković 2016, str. 185) tako spletno nasilje 
opredelita kot namerno in ponavljajoče se nasilno dejanje nad posamezniki, izvedeno z 
uporabo računalnika, mobilnega telefona ali druge elektronske naprave.  
Kowalski s sodelavci (2012, str. 56) spletno nasilje opredeli kot nasilje, ki vključuje uporabo 
e-sporočil, nenehno pošiljanje besedilnih sporočil, uporabo spletnih strani, blogov, spletnih 
klepetalnic, pogovornih skupin oziroma forumov, digitalnih sporočil, poslanih preko mobilnih 
telefonov, igranje spletnih iger in uporabo druge informacijsko-komunikacijske tehnologije. 
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Smith s sodelavci (2008 v Kowalski 2012, str. 56) prav tako na osnovi Owleusove opredelitve 
medvrstniškega nasilja spletno nasilje opredeli kot agresivno, namerno, ponavljajoče se in dlje 
časa tajajoče dejanje, storjeno s strani posameznika ali skupine, in sicer z uporabo 
elektronskih oblik vstopanja v stik z žrtvijo, ki je običajno šibkejša v primerjavi z vršilcem 
nasilja in se posledično težko brani (gre za razliko v moči med nasilnežem in žrtvijo nasilja). 
Bell s sodelavci (2015, str. 1) zapiše, da je spletno nasilje agresivno dejanje, izvedeno s strani 
posameznikov preko uporabe elektronskih naprav (IKT) ali orodij, kot so mobilni telefon, 
besedna ali e-sporočila, spletne strani, klepetalnice, blogi in spletni videi. Z uporabo slednjih 
naj bi nasilnež žalil, izsiljeval, grozil, zastraševal, nadlegoval žrtev oz. širil govorice o njej, ki 
so lahko resnične ali lažne.  
Podobno spletno nasilje opredeli tudi Mason (2008 v Shemon 2009, str. 4), ki zapiše, da je 
spletno nasilje »individualna ali skupinska namerna uporaba informacij in komunikacija, ki 
vključuje elektronsko tehnologijo, preko katere posameznik ali skupina s pošiljanjem in/ali 
objavljanjem krutih besednih ali grafičnih sporočil namerno in nenehno nadleguje ali 
ustrahuje drugega posameznika oz. skupino«.  
Iz navedenih opredelitev spletnega nasilja je razvidno, da enotna univerzalna opredelitev 
spletnega nasilja ne obstaja. Tokunga (2010 v Notar idr. 2013, str. 2) izpostavlja, da se pri 
spletnem nasilju srečujemo z multidimenzionalnostjo tega pojava, kar nam onemogoča, da bi 
podali zgolj eno opredelitev, ki bi nam pri interpretaciji storjenega dejanja lahko dala jasen 
odgovor, ali gre za spletno nasilje ali ne. Spletno nasilje se manifestira na različne načine in je 
lahko s strani posameznikov različno razumljeno. Kowalski s sodelavci (2012, str. 57) na tem 
mestu opozori, da posamezniki včasih ne ločijo, ali gre za spletno nasilje ali zgolj za 
medsebojno nagajanje oz. draženje dveh ali več oseb.  
Vendar pa imajo vse navedene definicije tudi določene skupne točke. Vse namreč spletno 
nasilje opredelijo kot nasilje, ki steče preko informacijsko-komunikacijske tehnologije v 
obliki e-sporočil, besednih sporočil, komentarjev, multimedijskih sporočil, objav na spletnih 
straneh, blogih ali družbenih omrežjih (Wong-Lo in Bullock 2011; Beale in Hall 2007 v Notar 
idr. 2013, str. 2).  
Čeprav avtorji pogosto opredelitev spletnega nasilja izpeljejo iz opredelitve »tradicionalnega« 
medvrstniškega nasilja, saj imata določene skupne točke oz. elemente, s katerimi ju lahko 
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opredelimo, pa je potrebno izpostaviti, da ima spletno nasilje tudi določene specifične 
karakteristike, na katere moramo biti pri obravnavi pojava spletnega nasilja pozorni (Notar 
idr. 2013, str. 2). Nanje najlažje pokažemo ob primerjavi spletnega nasilja s »tradicionalnim« 
medvrstniškim nasiljem.  
 
2.2 Primerjava spletnega medvrstniškega nasilja z drugimi oblikami 
medvrstniškega nasilja  
 
Da lahko govorimo o nasilju, ne glede na to, ali slednje poteka v neposrednem stiku oseb ali v 
t. i. spletnem oz. virtualnem okolju, mora biti dejanje agresivno oz. nasilno, ponavljajoče, z 
namenom prizadejanja škode drugi osebi in mora vsebovati neravnovesje moči med 
izvajalcem nasilnega dejanja in žrtvijo le-tega. Kljub temu, da so različnim oblikam 
medvrstniškega nasilja navedeni elementi skupni, pa določeni avtorji, med njimi tudi Hinduja 
in Patchin (2015 v Strabić in Tokić Milaković 2016, str. 186), izpostavljajo, da le-ti, ko 
govorimo o spletnem nasilju, terjajo nekoliko drugačno interpretacijo.  
Hinduja in Patchin (prav tam) kot prvi element opredelitve spletnega nasilja izpostavita 
namernost dejanja. Slednjo avtorja vidita kot ključni element, ki razlikuje spletno nasilje od 
vsakodnevnih pripetljajev na spletu, a pri tem opozarjata, da gre za element, ki je odvisen 
predvsem od razumevanja dejanja s strani osebe, ki je dejanju izpostavljena. Oseba lahko 
namreč dejanje, kateremu je izpostavljena, razume kot namerno, čeprav v resnici temu ni tako 
(npr. gre za šaljiv komentar, ki ga žrtev vidi/razume kot provokacijo ali žaljivko) (prav tam).  
Naslednji element, ki ga izpostavita avtorja, je nasilnost dejanja oz. prizadejana škoda žrtvi 
nasilnega dejanja (prav tam). Gre za pomemben element, ki pa je v okviru spletnega nasilja, 
ki poteka v odsotnosti neposrednega fizičnega stika (odsotnost »iz oči v oči« komunikacije), 
včasih manj očiten in na ta način težje prepoznan. Nasilnež se zaradi odsotnosti neposrednega 
fizičnega stika z žrtvijo in s tem nezaznavanja čustvenega odziva žrtve na storjeno dejanje 
pogosto ne zaveda, kako resne so posledice njegovega dejanja. Resnost posledic dejanja oz. 
škodo, ki jo prizadejejo žrtvi, običajno racionalizirajo in minimalizirajo (prav tam). Slednje 
lahko storilca vodi v prizadejanje bistveno večje škode žrtvi, kot bi jo sicer v okviru 
»tradicionalnega« medvrstniškega nasilja. Tako kot namernost dejanja je tudi element 
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nasilnosti dejanja odvisen od interpretacije žrtve (prav tam). Ni nujno, da se žrtev ob 
izvedenem dejanju počuti ogroženo ali napadeno, ker nasilno dejanje steče preko spleta in ne 
vsebuje fizičnega ustrahovanja, ki je lahko prisotno v neposrednem osebnem stiku. Po drugi 
strani pa se žrtev nasilnega dejanja lahko počuti še bolj ogroženo, saj zaradi anonimnosti, ki jo 
informacijsko-komunikacijska tehnologija omogoča nasilnežu, žrtev pogosto ne ve, kdo je 
nasilnež oz. ali je le-teh več (Bell idr. 2015, str. 2). 
Kot tretji element opredeljevanja spletnega nasilja, ki zahteva specifično obravnavo, Hinduja 
in Patchin (2015 v Strabić in Tokić Milaković  2016, str. 186) navajata ponavljanje nasilnega 
dejanja. Hertz (2007, str. 3) navaja, da je težko natančno opredeliti, kaj vse zajema pojem 
ponavljajoče se nasilno dejanje, ko se slednje dogaja preko informacijsko-komunikacijske 
tehnologije. Nasilno dejanje, izvedeno v virtualnem prostoru namreč omogoča, da je na 
primer sporočilo večkrat videno s strani žrtve ali drugih oseb, če je objavljeno na javnem 
mestu (spletna stran, forum, socialno omrežje). S tem se slednjim odpre prostor, da se v 
prihodnosti tudi oni pridružijo izvajanju nasilnega dejanja in na ta način se lahko enkratno 
dejanje spremeni v ponavljajoče se. Torej lahko eno sporočilo z nasilno vsebino prispeva k 
temu, da nasilno dejanje za žrtev z vsakim vstopom v spletno omrežje oz. v virtualni prostor 
postane ponavljajoča se izkušnja (Strabić in Tokić Milaković  2016, str. 186). Po mnenju 
Bella in sodelavcev (2015, str. 2) je spletno nasilje težko vključiti v model, znotraj katerega se 
dejanje opredeljuje kot nasilno zgolj v primeru, ko vsebuje nenehno ponavljanje nasilnih 
dejanj, saj je način ponavljanja spletnega nasilja odvisen od posamezne situacije. Pri 
opredeljevanju spletnega nasilja kot ponavljajočega se dejanja moramo zatorej v obzir vedno 
vzeti posamezno situacijo oz. primer spletnega nasilja.  
Neravnovesje moči je naslednji ključni element, kateremu Hinduja in Patchin (2015 v Strabić 
in Tokić Milaković  2016, str. 186) posvečata posebno pozornost. Gre namreč za to, da se 
neravnovesje moči med nasilnežem in žrtvijo pri spletnem nasilju kaže na drugačen način kot 
pri klasičnem oz. tradicionalnem medvrstniškem nasilju. Superiornost oz. večja moč nasilneža 
izvira iz znanja, ki ga le-ta ima o informacijsko-komunikacijski tehnologiji, spretnosti za 
upravljanje z njo in iz možnosti dostopa do vsebine, s katero lahko prizadene žrtev. Večja 
moč nasilneža v primerjavi z žrtvijo se odraža tudi v nadzoru, ki ga ima nasilnež nad tematiko 
diskusije na spletu, v pošiljanju virtualnih sporočil, s katerimi nasilnež povzroči konflikte, in 
v tem, da nasilnež v primerjavi z žrtvijo znotraj virtualne družbe uživa višji status (Strabić in 
Tokić Milaković 2016, str. 187). Slonje s sodelavci (2012 v Strabić in Tokić Milaković  2016, 
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str. 187) kot pomemben vir neravnovesja v moči med nasilnežem in žrtvijo navaja 
anonimnost, ki jo splet in informacijsko-komunikacijska tehnologija omogočata nasilnežu. 
Le-ta tako lahko ostane neprepoznan s strani žrtve, kar povečuje njegovo moč in stopnjo 
agresivnosti oz. nasilnosti njegovih dejanj. Anonimnost nasilneža namreč varuje pred 
soočenjem s posledicami njegovih dejanj. Žrtev pa ravno zaradi nepoznavanja »svojega« 
nasilneža lahko doživlja še večji čustveni stres, kot bi ga v primeru, če bi vedela, kdo je 
izvajalec nasilja (Bell idr. 2015, str. 2). 
Poleg namernosti, agresivnosti/nasilnosti, ponavljanja dejanja in neravnovesja moči med 
žrtvijo in nasilnežem kot pomembne elemente, po katerih se spletno nasilje loči od 
tradicionalnega medvrstniškega nasilja, nekateri avtorji navajajo še vlogo opazovalcev 
nasilnega dejanja, ki je pri spletnem nasilju, kot zapiše Slonje s sodelavci (2012 v Strabić in 
Tokić Milaković  2016, str. 187), bolj kompleksna. Za druge oblike nasilja ni nujno, da se 
odvije ob prisotnosti opazovalcev oz. se običajno odvije ob prisotnosti manjše množice 
opazovalcev, ki so v trenutku izvedbe nasilja prisotni, medtem ko je pri spletnem nasilju 
lahko množica oseb, ki so v vlogi opazovalca, bistveno širša. Informacijsko-komunikacijska  
tehnologija, kot že omenjeno, omogoča, da je eno nasilno dejanje videno večkrat in 
posredovano dalje tudi nekaj časa po tem, ko se je le-to zgodilo, kar poveča tveganje, da 
oseba, ki je priča nasilnemu dejanju, tudi sama prevzame vlogo izvajalca nasilja (prav tam). 
Beran in Li (2017 Strabić in Tokić Milaković  2016, str. 187) izpostavita še pomen okolja, v 
katerem se nasilje zgodi. Tradicionalno medvrstniško nasilje se običajno opredeljuje kot 
problem šolskega okolja, saj se večinoma dogaja znotraj šolskega prostora oz. na poti v šolo 
oz. iz nje, medtem ko spletno nasilje presega meje šolskega prostora in ulice in se širi tudi v 
domače prostore žrtve (Greene 2006 v Strabić in Tokić Milaković  2016, str. 187). 
Informacijsko-komunikacijska tehnologija omogoča, da posamezniki vstopajo v interakcijo 
brez fizičnega stika in na ta način je lahko spletno nasilje izvedeno kjer koli in kadar koli, 
torej mu žrtev ne more ubežati niti v domačem okolju, zato Kowalski s sodelavci (2012, str. 





2.3 Oblike spletnega nasilja 
 
Različni avtorji različno klasificirajo oblike spletnega nasilja. Parry Aftab (2011 v Kowalski 
2012, str. 59) spletno nasilje v osnovi deli na posredno in neposredno spletno nasilje. O 
neposrednem nasilju govorimo, ko otrok oz. mladostnik, ki je v vlogi izvajalca nasilja, 
sporočila pošilja neposredno drugemu otroku oz. mladostniku – žrtvi (prav tam). O 
posrednem nasilju pa govorimo, ko izvajalec nasilja npr. vdre v račun drugega posameznika 
in v njegovem imenu pošilja sporočila drugim osebam; običajno so to prijatelji oz. družinski 
člani žrtve (prav tam). Pri tem je lahko žrtev celo blokirana in ji je s tem onemogočena 
uporaba lastnega računa. K posrednemu spletnem nasilju spada tudi objavljanje informacij o 
žrtvi na spletu, običajno v spletnih klepetalnicah ali na družbenih omrežjih z namenom, da se 
na objavo odzove širša množica ljudi (prav tam). Strokovnjaki pa se sicer največkrat naslonijo 
na klasifikacijo pravnice Nancy Willard (2006 v Kowalski 2012, str. 61), ki loči devet oblik 
spletnega nasilja. Slednje opredeli glede na vsebino ustrahovanja.  
2.3.1 Žaljenje na spletu  
Žaljenje na spletu (ang. flaming) je oblika spletnega nasilja, kjer gre za kratko izmenjavo 
sovražnih sporočil med dvema ali več osebami (Kowalski 2012, str. 61). Le-ta poteka preko 
katere koli informacijsko-komunikacijske tehnologije in se dogaja tako preko zasebnih poti 
komuniciranja kot tudi znotraj javnih spletnih klepetalnic in forumov. N. Willard (2006 v 
Kowalski 2012, str. 61) zapiše, da se na prvi pogled zdi, da sta posameznika, med katerima se 
začne izmenjava sovražnih sporočil, enakovredna, vendar se z izvedbo nasilnega dejanja moč 
poveča izvajalcu nasilja, saj oseba, ki je žrtev nasilja, ne ve, koga vse bo napadalec še vključil 
v »napad« nanjo. Z izmenjavo sovražnih besednih, slikovnih ali video sporočil se, kot pravi 
avtorica, začne t. i. vojna žaljenja na spletu (ang. flaming war). 
2.3.2 Spletno nadlegovanje  
P. Aftab (2011 v Kowalski idr. 2012, str. 62) sicer termin nadlegovanje uporablja zgolj, ko 
gre za nadlegovanje, v katerega je vključena odrasla oseba, a je v večini literature o spletnem 
nasilju spletno nadlegovanje (ang. harrasment) opredeljeno predvsem kot edinstvena oblika 
spletnega nasilja, ki vključuje ponavljajoče pošiljanje žaljivih sporočil točno določeni osebi – 
žrtvi in poteka preko zasebnih kanalov komuniciranja (npr. elektronska sporočila) ali preko 
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sporočil, poslanih znotraj spletnih klepetalnic, spletnih forumov oz. diskusijskih skupin (prav 
tam). V spletno nadlegovanje sta vključeni najmanj dve osebi, ena ali več oseb, ki izvajajo 
nadlegovanje in ena oseba, zoper katero je dejanje izvedeno, tj. žrtev. Žrtvi je običajno 
poslanih več 100 ali celo 1000 sporočil, kar sproži emocionalni distres, žrtev se počuti tudi 
ogroženo.  
Na prvi pogled je spletno nadlegovanje podobno prej omenjenemu flamingu oz. žaljenju na 
spletu, a obstajata vsaj dve razliki med eno in drugo obliko spletnega nasilja (prav tam, str. 
63), in sicer  je spletno nasilje v primerjavi s flamingom dlje trajajoče dejanje, hkrati pa bolj 
enostransko, poteka od nasilneža k žrtvi, medtem ko pri flamingu lahko pride tudi do 
obojestranskega žaljenja med nasilnežem/nasilneži in žrtvijo (prav tam). O spletnem 
nadlegovanju torej govorimo, ko oseba dlje časa drugi osebi pošilja žaljiva sporočila, se iz nje 
norčuje, jo nenehno poimenuje z žaljivimi vzdevki in nad njo izvaja podobna nasilna dejanja. 
Kowalski s sodelavci (2012, str. 63) izpostavi še dve posebni vrsti spletnega nadlegovanja: 
– spletno nadlegovanje tekom igranja spletnih iger, ki poteka s strani osebe oz. skupine 
oseb, ki želi ostalim igralcem igro popolnoma uničiti in zato nad soigralci izvaja nasilna 
dejanja, kot so nenehno postavljanje blokad, goljufanje v igri ipd. Nekateri posamezniki 
gredo pri izvajanju nasilnih dejanj v ekstreme, kot je na primer namerna uporaba 
grafičnih in animacijskih predmetov v igri, da bi povzročili škodo soigralcem 
epileptikom. 
–     Druga posebna vrsta spletnega nadlegovanja so t. i. »spletni troli«, o katerih govorimo v 
primeru, ko oseba objavi negativno, nadlegujočo informacijo o drugi osebi na družbenem 
omrežju, spletni strani, celo na spominskih straneh nedavno preminulih oseb. 
2.3.3 Očrnitev  
V primeru širjenja neresničnih in zaničljivih informacij o drugi osebi (tj. žrtvi) na spletu preko 
elektronskih sporočil ali neposrednih kratkih besedilnih sporočil N. Willard (2006 v Kowalski 
idr. 2012, str. 63) govori o obliki spletnega nasilja, imenovani očrnitev (ang. denigration). K 
očrnitvi poleg zgoraj navedenega sodi tudi objavljanje fotografij z namenom škodovanja 
osebi, ki je na njej, pisanje pesmi o osebi z namenom norčevanja iz nje in objava le-teh na 
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spletu ter objavljanje predelanih fotografij. K očrnitvi sodijo še »slam books« (spletni zvezki)1 
oz. spletne strani, na katerih se objavljajo kritike in obrekovanja o posamezniku. Gre torej za 
besedni napad na posameznika, ustvarjen na spletni strani (Kowalski idr. 2012, str. 63). 
Največkrat se pojavi v obliki seznama imen, pod katera se pišejo žaljivi in zlobni komentarji. 
Prav tako o očrnitvi govorimo v primeru objavljanja tračev ali govoric o osebi z namenom 
uničiti njen ugled oziroma razdreti njena prijateljstva (Notar idr. 2013a, str. 135). 
Za lažjo predstavo navajamo primer s spletne strani Juicecampus.com, ki je bila ravno zaradi 
teh seznamov leta 2009 tudi ukinjena (prav tam). Na tej spletni strani so namreč učenci oz. 
dijaki objavljali sezname, kot je npr. seznam deklet, ki naj bi imele spolni odnos z večjim 
številom fantov na šoli, in potem so lahko drugi učenci oz. dijaki pod njihova imena pisali 
takšne in drugačne komentarje. 
2.3.4 Poosebljanje oz. impersonalizacija  
Poosebljanje (ang. impersonalisation) je dejanje, pri katerem se izvajalec nasilnega dejanja 
pretvarja za osebo, na katero je nasilno dejanje usmerjeno, tj. za žrtev (Kowalski idr. 2012, 
str. 64). To se najpogosteje dogaja tako, da posameznik uporabi žrtvino geslo, s katerim si 
pridobi dostop do njenega računa. S slednjega nasilnež potem v imenu žrtve pošilja negativne, 
krute ali neprimerne informacije. Izvajalec nasilja lahko ukrade geslo žrtve z namenom, da 
spremeni njen osebni profil na način, da ga opremi z žaljivimi in neprimernimi informacijami, 
ali z že prej omenjenim namenom pošiljanja nadlegujočih in/ali žaljivih elektronskih sporočil 
drugim osebam, kot da prihajajo s strani žrtve (Notar idr. 2013a, str. 135). V ekstremnih 
primerih očrnitve izvajalec nasilja objavi žaljive komentarje znotraj spletne skupine s 
pretvarjanjem, da je žrtev (Kowalski idr. 2012, str. 65). To pomeni, da pri izvajanju dejanja 
izvajalec nasilja uporabi ime žrtve, naslov prebivališča, telefonsko številko in druge osebne 
podatke žrtve, s čimer lahko žrtev postavi v nevarnost, sploh v primeru, ko želijo člani spletne 
skupine, katerim je bila prizadejana škoda, nasilneža (žrtev) izslediti (prav tam).  
Načini, s katerimi nasilnež pridobi dostop do računa žrtve, so različni. Kowalski s sodelavci 
(2012, str. 65) opozori na najnovejšega, in sicer gre za t. i. ugrabljanje povezave uporabnika 
do storitve s pomočjo vtičnika, imenovanega Firesheep (goreča ovca)2. Goreča ovca je 
funkcija v spletnih nastavitvah brskalnika Firefox, ki pokaže, kdaj se posameznik poveže na 
                                                          
1
 Besedna zveza je lastni prevod avtorice naloge za besedno zvezo »slam books«. 
2
 Besedna zveza je lastni prevod avtorice naloge za besedno zvezo »Firesheep«. 
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odprto brezžično spletno omrežje in uporabi nezaščitene spletne strani, kot sta na primer 
družbeni omrežji Facebook in Twitter, kar izvajalcu nasilja omogoči, da pridobi podatke, s 
katerimi se lahko polasti osebnega računa žrtve in z njega v imenu žrtve pošlje sporočila in/ali 
spremeni podatke znotraj žrtvinega osebnega računa (prav tam). 
 
2.3.5 Razkrivanje informacij in spletna prevara  
Razkritje (ang. outing ali trickery) pomeni deljenje osebnih, pogostno neprijetnih informacij o 
žrtvi drugim osebam. Informacija se pogosto zelo hitro razširi po spletu predvsem preko 
družbenih omrežij (Kowalski idr. 2012, str. 65). Žrtev je s tem dejanjem javno ponižana in 
ima zanjo to dejanje lahko izredno hude posledice. Razkrivanje informacij o žrtvi 
najpogosteje poteka v obliki elektronskega sporočila ali objave na družbenih omrežjih (prav 
tam). O spletni prevari pa govorimo v primeru, ko nasilnež prelisiči žrtev, da mu posreduje 
oz. razkrije osebne, običajno neprijetne informacije o sebi, ki jih posreduje drugim osebam 
(prav tam).  
2.3.6 Izključevanje iz spletne skupnosti  
Socialni psihologi izpostavljajo, da je občutek sprejetosti, pripadnosti drugim ena temeljnih 
potreb posameznika (Kowalski idr. 2012, str. 65). Naše obnašanje je tako najpogosteje 
rezultat želje po vključenosti, sprejetosti in težnje, izogniti se izključenosti iz skupine. 
Pripadati skupini je torej od nekdaj posamezniku zelo pomembno in tako kot v t.i. realnem 
fizičnem svetu tudi znotraj virtualnega prostora obstajajo različne skupine, katerim 
posameznik lahko pripada ali je iz njih izključen oz. izločen (prav tam, str. 66).  
Izključenost (ang. exclusion, ostracism) torej pomeni izključiti posameznika iz spletne 
skupnosti z uporabo informacijsko-komunikacijske tehnologije (Notar idr. 2013a, str. 135). 
Lahko se pojavi v katerem koli z geslom zaščitenem spletnem okolju. Primer izključenosti iz 
spletne skupnosti je prekinitev Facebook prijateljstva, neodzivanje na poslana sporočila, 
izključitev z liste prijateljev na različnih družbenih omrežjih ipd. Glede na to, da je občutek 
pripadnosti za posameznika tako pomemben, ima lahko izključenost na spletu za žrtev resne 
čustvene posledice (prav tam). Koenig (2006 v Kowalski 2012, str. 66) opozarja, da s to 
obliko spletnega nasilja lahko otroka oz. mladostnika popolnoma uničimo.  
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Williams (2000 v prav tam) je s sodelavci raziskoval učinke izključenosti pri otrocih in 
mladostnikih, ki so bili izključeni iz skupnosti, ki je igrala določeno spletno igro. Ugotovil je, 
da je iz igre izključenim otrokom oz. mladostnikom drastično padla samopodoba, poslabšalo 
se jim je počutje, hkrati pa se jim je razvila močna potreba po ponovni vključenosti v neko 
novo skupino. Po ugotovitvah avtorja se izključeni posamezniki brez oklevanja vključijo v 
nove skupine v virtualnem prostoru, ki so običajno popolnoma drugačne od skupine, iz katere 
so bili izključeni. Vključenost v novo skupino lahko posamezniku pomaga pri zmanjšanju 
negativnih učinkov, ki jih povzroči izključenost iz prve skupine, a je po avtorjevem mnenju 
pomembno tudi to, kakšni razlogi vodijo posameznika, da se vključi v to novo skupino (prav 
tam). Zato avtor korist vključenosti v novo skupino postavlja pod vprašaj, saj žrtev lahko 
članstvo v novi skupini izkoristi za to, da si pridobi občutek moči in se nato sama ali skupaj s 
člani nove skupine maščuje nasilnežu, torej osebi, ki jo je izključila iz skupine oz. skupnosti 
(prav tam).   
2.3.7 Spletno zalezovanje  
V primeru, ko posameznik uporablja informacijsko-komunikacijsko tehnologijo za 
zalezovanje druge osebe skozi ponavljajoče nadlegovanje in grozilno komunikacijo, 
govorimo o tako imenovanem spletnem zalezovanju (ang. cyberstalking) (Notar idr. 2013a, 
str. 135). Gre za dejanje nadlegovanja in grožnje posamezniku z ustrahovanjem skozi številna 
sporočila poslana preko spleta ali mobilnega telefona, z namenom vzbujanja strahu pri žrtvi. 
Najpogosteje nasilnež žrtvi grozi, da bo njej ali njenim bližnjim (družinskim članom, 
prijateljem) prizadejana škoda v obliki fizičnih poškodb ali drugih nelegalnih dejanj 
(Kowalski idr. 2012, str. 67). Žrtev tako doživlja strah, da se bo zalezovanje preneslo iz spleta 
v fizično okolje. Primer spletnega zalezovanja je dekle, kateri je bivši partner nenehno pošiljal 
elektronska sporočila, da jo bo ubil in da opazuje njeno sestro (prav tam). 
2.3.8 Pretepanje  
Pretepanje (ang. happy slapping) je oblika spletnega nasilja, ki se je začela najprej pojavljati v 
Angliji (Kowalski idr. 2012, str. 67). Otroci in mladostniki so na angleških podzemnih 
železnicah pričeli s fizičnimi napadi (najpogosteje en udarec) na naključne osebe, napad so 
posneli in ga objavili na spletu, tako da je video dosegel širšo množico oseb (prav tam). 
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Torej gre za obliko spletnega nasilja, pri katerem sodelujeta vsaj dva nasilneža. Prvi žrtev 
napade, najpogosteje gre za udarec, medtem ko drugi to dejanje posname (prav tam, str. 68). 
Kasneje nasilneža videoposnetek objavita na spletu, tako da ga lahko vidi več sto ali celo tisoč 
oseb, ki lahko dogajanje tudi komentirajo. Nasilneži se ob izvedbi dejanja zabavajo, njihov 
glavni namen pa naj bi bil doseči čim večje ponižanje žrtve spletnega nasilja (prav tam). 
Pretepanje lahko vključuje tudi več kot le udarec, lahko je sestavljen iz napada, ki ima legalne 
posledice.  
Kowalski (2012, str. 67) navaja primer, v katerem je oseba, ki je bila deležna posnetega 
pretepanja zaradi prizadejanih poškodb, nekaj dni po napadu umrla. Različica pretepanja je 
tudi fizični napad na posameznika (ang. hopping). Gre za obliko, ki se je začela pojavljati v 
ZDA in drugod po svetu in prav tako vključuje neposredni napad na posameznika s 
snemanjem in javno objavo na spletu, tako, da ga lahko vidi širša množica ljudi. Kowalski 
(2012, str. 68) na tem mestu navaja več različnih primerov happy slappinga in posledic, ki jih 
le-ta prinaša. Eden izmed njih je tudi primer 11-letnega dečka, ki je bil napaden na šolskem 
hodniku – opazovalci so napad posneli in ga objavili na spletu oz. ga preko elektronskega 
sporočila poslali svojim prijateljem. 
2.3.9 Seksting  
Zadnja oblika spletnega nasilja, ki jo navaja N. Willard (2006 v Kowalski 2012, str. 69), je 
seksting (ang. sexting). O sekstingu govorimo, ko posameznik preko informacijsko-
komunikacijskih naprav pošilja gole ali napol gole fotografije oz. videe ali komentarje s 
seksualno vsebino ali komentarje, ki nakazujejo nanjo le nakazujejo (prav tam). Ta oblika 
spletnega nasilja naj bi se predvsem zaradi razvoja mobilne tehnologije, ki omogoča 
snemanje, fotografiranje in pošiljanje posnetka oz. fotografije, množično razširila med 
najstniki (Notar idr. 2013a, str. 135). Posamezniki sporočila s seksualno vsebino pošiljajo z 
jasnim namenom škoditi in izvajati nasilje nad drugim posameznikom. Kowlaski s sodelavci 
(2012, str. 69) navaja, da je seksting pogosto odraz maščevanja osebe ob prekinitvi zveze s 
partnerjem. Posledice izvajanja sekstinga so lahko osebne, pravne in tudi takšne, povezane s 
šolo. Pri osebnih posledicah se avtor osredotoči predvsem na žrtev in navaja, da se žrtev 
počuti osramočeno in anksiozno (prav tam). Pri pravnih posledicah in posledicah v šoli pa se 
osredotoči na izvajalca nasilja. Izvajalec nasilja je lahko zaradi sekstinga suspendiran ali celo 
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izključen iz šole, prav tako je storilec lahko ovaden zaradi širjenja pornografije ali označen 
kot spolni prestopnik (prav tam).  
 
2. 4 Dinamika spletnega nasilja 
 
Sullivan (2011, str. 61) poleg dinamike delovanja medvrstniškega nasilja pojasni tudi 
dinamiko spletnega nasilja. Opiše jo s pomočjo petstopenjskega modela.  
Prva stopnja predstavlja storilčevo odločitev za začetek izvajanja spletnega nasilja, ko storilec 
tudi izbere žrtev (prav tam). Na drugi stopnji storilec izbere način, kako bo žrtev ponižal, jo 
ustrahoval ali osramotil. Avtor zapiše, da se storilec najpogosteje odloča med spletnim 
nadlegovanjem, spletnim zalezovanjem, poosebljanjem, očrnitvijo in žaljenjem na spletu. 
Znotraj tretje stopnje storilec praviloma izbere tehnologijo, tj. pametni telefon, računalnik in 
drugo informacijsko-komunikacijsko tehnologijo, preko katere bo nasilje izvajal (prav tam). 
V okviru predzadnje četrte stopnje storilec izbere še medij, po katerem bo izpeljal nasilje nad 
vrstnikom. Običajno izbira med neposrednimi sporočili (npr. MSN), družbenimi omrežji (npr. 
Facebook, Twitter), elektronskimi sporočili, uporabo blogov, programov za oblikovanje 
fotografij ipd. Na peti in zadnji stopnji modela pa storilec oblikuje sporočilo in se odloči, ali 
ga bo poslal (prav tam). V kolikor se odloči, da bo sporočilo poslal, se odloča tudi o tem, 
komu ga bo poslal, ali ga bo poslal le žrtvi ali tudi drugim oz. samo drugim osebam. Slednje 
je odvisno od tega, za katero od oblik spletnega nasilja se je storilec odločil (prav tam).  
Pri tem je potrebno izpostaviti, da ni nujno, da opisane stopnje modela potekajo v točno 
takšnem zaporedju, vendarle pa gre vedno za isti proces. Sam model, ki ga predstavi Sullivan 
(prav tam), nam je lahko v veliko pomoč pri prepoznavanju spletnega nasilja in učinkovitem 





2.5 Dejavniki, ki omogočajo in spodbujajo širjenje spletnega nasilja 
 
Ko govorimo o pojavu spletnega nasilja, je pomembno tudi zavedanje, da le-ta ne miruje. To 
se v veliki meri povezuje s hitrim razvojem tehnologije in z nastajanjem vedno novih 
družbenih omrežij ter s tem povezano vzpostavitvijo t. i. virtualne družbe (Neves in Pinheiro 
2010, str. 27). Slednji so eni od temeljnih dejavnikov, ki omogočajo in spodbujajo širjenje 
pojava spletnega nasilja.  
2.5.1 Razvoj tehnologije in anonimnost, ki jo le-ta omogoča storilcu 
S hitrim razvojem tehnologije in  naraščanjem dostopnosti do spleta je spletno nasilje postal 
globalni problem, ki je veliko bolj kompleksen od »tradicionalnega« nasilja. Gre za to, da 
nova tehnologija in oblikovanje družbenih omrežij omogočata prenos »tradicionalnih« oblik 
nasilja v virtualno okolje z razliko, da med storilcem in žrtvijo ni neposredne fizične 
interakcije, kar povzroča, da storilec/vršilec dejanja ne vidi trpljenja, ki ga je prizadejal žrtvi 
in posledično naredi stvari, ki jih v neposredni interakciji z žrtvijo ne bi naredil (Smith 2014). 
Na spletu namreč ni postavljenih realnih meja, kaj je lahko storjeno in izrečeno. Neomejenost 
in pomanjkanje družbenih in etičnih standardov, po katerih se običajno ravnamo v družbi, 
tako pripelje do anomalije, imenovane spletno nasilje. Nova tehnologija, nastanek virtualne 
družbe in odsotnost »iz oči v oči« komunikacije brišeta meje med realnostjo in 
imaginarnostjo, storilcem pa dajeta občutek superiornosti (Neves in Pinherio 2010, str. 30). 
Slednji se na spletu počuti svobodnega in varno skritega za svojo napravo, saj je prepričan, da 
je anonimen in ne more biti identificiran s strani drugih oseb znotraj virtualne družbe. Tako je 
tudi anonimnost, ki jo ponuja splet, pomembno gonilo spletnega nasilja. Splet in družbena 
omrežja torej posamezniku dajeta moč, ki je v realnem življenju mogoče nima, kar ga 
spodbuja, da spletno nasilje še naprej vrši. 
2.5.2 Nejasnost zakonodaje  
Številni strokovnjaki, ki se ukvarjajo s spletnim nasiljem, vedno bolj opozarjajo tudi na 
nejasnost meja med dovoljenim in nedovoljenim ravnanjem znotraj zakonov (Završnik 2013, 
str. 237). Slednje vidijo kot dejavnik, ki pospešuje pojavnost nadlegovanja v virtualnem 
prostoru in so mnenja, da bi jasnejša pravila in sankcije močno prispevale k soočanju s 
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problemom spletnega nasilja (prav tam). Hiter razvoj tehnologije namreč ponuja tudi vedno 
nove možnosti nadlegovanja in ustrahovanja posameznika.  
2.5.3 Digitalni razkorak med odraslimi in otroki oz. mladostniki ter 
slaba digitalna pismenost otrok, mladostnikov in odraslih  
Na širjenje oz. nadaljevanje spletnega nasilja poleg omenjenega vpliva tudi to, da so se 
današnji otroci in mladostniki praktično rodili in zrasli s tehnologijo. Le-ta postaja del 
njihovega vsakdana in jo zato znajo uporabljati bistveno hitreje kot odrasli (Bell idr. 2015, str. 
1). Slednji se na tehnološke novosti praviloma privajajo počasneje oz. le-tem ne sledijo tako 
hitro kot populacija otrok in mladostnikov. Ribak (2001 v Campbell 2005, str. 71) na tem 
mestu govori o t. i. digitalnem generacijskem razkoraku, medtem ko odrasli informacijsko-
komunikacijsko tehnologijo vidijo predvsem kot pripomoček oz. praktično orodje, otroci in 
mladostniki pa predvsem kot način ostajanja v stiku z vrstniki (prav tam). Odrasli verjamejo, 
da z nakupom elektronskih naprav, kot sta na primer pametni telefon in računalnik, otroku oz. 
mladostniku olajšajo življenje in ga zaščitijo, kar pa ni nujno res glede na to, da otroci in 
mladostniki informacijsko-komunikacijsko tehnologijo vedno bolj uporabljajo za preživljanje 
prostega časa, tj. za igranje igric, udejstvovanje na socialnih omrežjih ipd. (prav tam), s čimer 
so otroci in mladostniki izpostavljeni tudi nevarnostim spletnega nasilja. Zaradi različnega 
razumevanja oz. pripisovanja pomena informacijsko-komunikacijski tehnologiji odrasli ne 
vršijo nadzora nad tem, zakaj otrok ali mladostnik uporablja informacijsko-komunikacijsko 
tehnologijo in kaj počne na spletu (Strabić in Tokić Milaković 2016, str. 191). Kot dejavnik 
tveganja za spletno nasilje avtorji na tem mestu navajajo problem, da odrasli pogosto 
podcenjujejo pomen nadzora nad uporabo spleta pri otrocih in mladostnikih. Glede na 
ugotovitve Wanga in njegovih sodelavcev (2005 v prav tam) naj bi le dobrih 41 % odraslih 
oseb doma otrokom in mladostnikom postavilo jasne meje oz. pravila uporabe spleta. Odrasli 
se pogosto ne zavedajo, da tudi v virtualnem prostoru na otroka oz. mladostnika prežijo 
številne nevarnosti, ki so enako ali celo bolj nevarne od zunanjih. Prav nezavedanje odraslih, 
ki je posledica relativno slabe digitalne pismenosti, povečuje izpostavljenost problemu 
spletnega nasilja in širjenje le-tega. 
Relativno slaba digitalna pismenost pa ne velja le za odrasle, pač pa tudi za današnjo 
populacijo otrok in mladostnikov, ki splet in elektronske naprave uporabljajo od svojih 
zgodnjih let. Zato lahko kot generator spletnega nasilja navedemo še relativno šibko digitalno 
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pismenost (sem sodi izbira dobrega gesla, poznavanje varnosti na spletnih straneh, načini 
reševanja težav, poznavanje podatkov, ki jih na spletu ne delimo ipd.) ter nezavedanje otrok in 
mladostnikov, kakšne posledice lahko povzroči neko dejanje, ki ga izvedejo z uporabo 
tehnologije in spleta. Snock s sodelavci (2011, str. 4) opozarja, da je pomanjkanje digitalne 
pismenosti prisotno predvsem pri otrocih med 11. in 13. letom. Po ugotovitvah raziskave EU 
Kids Online naj bi manj kot polovica te populacije znala npr. blokirati nezaželena sporočila, 
najti varnostne informacije na spletu ali shraniti stran med priljubljene. Le dobra tretjina otrok 
in mladostnikov pa naj bi znala preveriti verodostojnost informacij, objavljenih na spletu, ter 
blokirati nezaželeno elektronsko pošto (prav tam). Relativno nizka stopnja digitalne 
pismenosti otrokom in mladostnikom onemogoča, da bi z uporabo spleta veliko pridobili in se 
lahko bolje izognili oz. soočili s številnimi nevarnostmi na spletu (Snock idr. 2011, str. 1). 
2.5.4 Razvoj družbenih omrežij  
Pomemben dejavnik nadaljevanja pojava spletnega nasilja je tudi razvoj vedno novih 
družbenih omrežij oz. aplikacij teh omrežij (Garett, Lord in Young 2016, str. 1). Facebooku, 
ki je glede na uporabo prevladujoča družbena mobilna aplikacija, so se v zadnjih letih 
pridružile tudi aplikacije, kot so Instagram, Snapchat, Twitter, Pinterest, Tumblr in druge 
(Kallas 2016). Le-te ljudem omogočajo komunikacijo, spoznavanje novih ljudi, druženje ter 
deljenje svojega življenja preko slik, videov, z objavo podatkov o sebi s številnimi drugimi 
ljudmi, ki so uporabniki svetovnega spleta in uporabljajo omenjene aplikacije (Anderlič 2016, 
str. 29).  Slika, video oz. katera koli objava na teh družbenih omrežjih ne doseže le prijateljev 
osebe, ki omenjeno objavi, ampak bistveno širšo množico ljudi. Poleg tega pa objava na 
spletu ostane, kljub obljubi nekaterih aplikacij, da objava po nekaj sekundah ali urah izgine. S 
tem se pri uporabnikih svetovnega spleta razvija pretiran občutek varnosti in nedotakljivosti, 
zaradi česar so na spletu bolj drzni kot v realnem življenju in na ta način bistveno hitreje 







2.6 Posledice spletnega nasilja za žrtev 
 
Za boljše razumevanje problema spletnega nasilja je smiselno opredeliti še posledice, ki jih 
prinaša spletno nasilje žrtvi. S slednjimi se največ ukvarjajo avtorji s področja psihologije in 
medicine. Žrtve spletnega nasilja praviloma utrpijo podobne ali pa celo hujše posledice kot 
žrtve drugih oblik medvrstniškega (ang. face-to-face) nasilja (Subramanian 2014, str. 101). 
Oboji namreč utrpijo tako fizične kot tudi psihološke posledice. F. Mishna s sodelavci (2012, 
str. 64) zato izpostavlja, da ima spletno nasilje pomemben vpliv na počutje in zdravje 
posameznika. S tem se strinjata tudi Hinduja in Patchin (2008 v Shemon 2009, str. 8), ki 
zapišeta, da žrtev spletnega nasilja lahko utrpi negativne posledice tako na ravni fizičnega, 
socialnega, čustvenega in kognitivnega delovanja kot tudi na ravni njenega celostnega 
osebnostnega razvoja in splošnega dobrega počutja. 
Različne raziskave so pokazale, da se žrtve spletnega nasilja ves čas počutijo ogrožene, jezne, 
frustrirane, žalostne, osramočene, se zapirajo vase, soočajo se z nespečnostjo, stalnimi 
glavoboli in slabostjo, pomanjkanjem apetita ter motnjami hranjenja (Subramanian 2014, str. 
101; Završnik 2013, str. 230; Wolfson 2016). Takšne osebe so pogosteje nagnjene k 
neopravičenemu izostajanju v šoli, pridobivanju slabših ocen, k uživanju drog in alkohola ter 
drugih prepovedanih substanc. Osebe, ki so nadlegovane preko spleta, praviloma večkrat 
razmišljajo o samomoru in doživljajo travme, saj so storilci večinoma anonimni, torej žrtev ne 
ve, od kod prihaja grožnja in kako resna je (prav tam). Žrtve spletnega nasilja lahko tudi 
nemirno spijo, imajo hude sanje in jočejo v spanju. Završnik (2013, str. 231) kot posledico 
spletnega nasilja navaja tudi pojav simptomov depresije. Žrtev se počuti ničvredno, ima nizko 
stopnjo samospoštovanja, občutek nemoči, pri žrtvi se lahko pojavi tudi socialna anksioznost.  
V primeru, da je žrtev otrok oz. mladostnik, se vpliv spletnega nasilja odraža tudi na ravni 
šole (Ryan in Curwen 2013 v Strabić in Tokić Milaković 2016, str. 192). Otrok oz. 
mladostnik, ki je žrtev spletnega nasilja v šolo prihaja s strahom, v času pouka in pri šolskih 
nalogah ni zbrana, pogosto neopravičeno izostaja od pouka in dosega slabše rezultate pri 
ocenjevanju znanja (Kowalski in Limber 2013, str. 14). Prav tako pa ji je zelo pogosto 
nerodno in se vedno bolj oddaljuje od sošolcev oz. vrstnikov (Završnik 2013, str. 231). 
Navedeno je lahko tako posledica kot tudi povod za samo spletno nasilje, saj so, kot navaja 
Završnik (prav tam), učno slabši učenci večkrat tarča spletnega nadlegovanja kot uspešnejši 
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učenci. Ob tem Završnik (prav tam) opozarja, da so posledice spletnega nasilja pri otrocih in 
mladostnikih lahko dolgotrajne in se nadaljujejo tudi v obdobje zgodnje odraslosti. Običajno 
imajo žrtve težave pri emocionalnem razvoju, razvoju pozitivne samopodobe in postavljanju 
ciljev. Čeprav je spletno nasilje praviloma dlje trajajoče, lahko veliko čustveno škodo in skrb 
za prihodnost povzroči že eno samo enkratno agresivno sporočilo oz. dejanje (prav tam). 
 
2.7 Temeljne značilnosti storilcev 
 
Storilec spletnega nasilja je lahko posameznik, ki želi svojo žrtev ustrahovati oz. jo kaznovati 
v nekem danem trenutku, ki je minljiv, ali posameznik, ki ob izvajanju spletnega nasilja začuti 
posebno zadoščenje in izvajanje le-tega postane njegova navada (Nixon 2014). Gre za 
posameznike, ki ne iščejo fizično, ampak psihološko zadoščenje v smislu občutka nadzora 
nad dogajanjem. Zato ti posamezniki niso nujno fizično močnejši v primerjavi z žrtvijo. 
Storilci spletnega nasilja naj bi pogosto imeli težave z uporabo opojnih substanc, pri njih naj 
bi bilo pogosto prisotno tudi agresivno in delinkventno vedenje (prav tam). Tako kot pri 
žrtvah naj bi se tudi pri storilcih pojavljale samomorilne misli in samomorilno vedenje 
(Hinduja in Patchin 2010, str. 216).  
Bell s sodelavci (2015, str. 3) pravi, da se značilnosti, ki jih Owleus (1978 v prav tam) sicer 
navaja za storilce »tradicionalnih« oblik nasilja, v veliki meri pojavljajo tudi pri storilcih 
spletnega nasilja, kar potrjujejo tudi rezultati izvedenih raziskav. Slednje pokažejo, da so 
storilci spletnega nasilja pogosto posamezniki, ki imajo težave s socializacijo, so pod velikim 
stresom, imajo oslabljen občutek pripadnosti, višjo stopnjo socialne anksioznosti, težko 
sledijo pravilom, so jezni, žalostni, imajo nizko stopnjo empatije, pozitiven odnos do nasilja, 
so impulzivni, imajo slabe odnose z domačimi osebami, so bili v preteklosti sami 
izpostavljeni nasilju idr. Za storilce spletnega nasilja je značilno tudi nepriznavanje, da so 
žrtvi povzročili škodo (Nixon 2014). Gre za neke vrste zatiskanje oči pred grozoto svojih 
dejanj.  
Wolak s sodelavci (2007 v Bell idr. 2015, str. 3) storilce spletnega nasilja glede na vzorce 
obnašanja deli na dva tipa storilcev: 
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– storilci spletnega nasilja, ki nasilje izvajajo zgolj in izključno na spletu in se po 
mnenju avtorja ne ujemajo popolnoma s profilom t. i. tipičnega storilca 
»tradicionalnega« nasilja, ki je običajno dominanten, priljubljen, ima dobro 
samopodobo, ampak s strani populacije doživlja odpor. Storilec spletnega nasilja naj 
bi bil načeloma manj dominanten in odklonski. V določenih značilnostih pa se 
vendarle ujema s storilcem »tradicionalnega« nasilja. Pogosto ima tudi storilec, ki 
spletno nasilje izvaja zgolj preko spleta, nizko stopnjo empatije, pozitiven odnos do 
nasilja ipd. 
 
– Storilci spletnega nasilja, ki nasilje izvajajo tako preko spleta kot tudi izven 
virtualnega prostora, so glede na rezultate raziskave Q. Li (2007 v Bell idr. 2015, str. 
3) vedno pogostejši. Avtorica je namreč v svoji raziskavi ugotovila, da skoraj 30 % 
storilcev tradicionalnega nasilja prične tudi z izvajanjem spletnega nasilja. Ti so si po 
značilnostih, kot so stopnja empatije, družbena inteligenca, šolski oz. učni dosežki, 
stopnja agresivnosti ipd., podobni s storilci, ki spletno nasilje izvajajo zgolj preko 
spleta.  
P. Aftab (2011 v Kowalski 2012, str. 80) storilce spletnega nasilja razdeli v 4 kategorije, in 
sicer: 
– »maščevalni angeli« so storilci, ki sebe vidijo kot iskalce pravice, katerih namen je 
popraviti krivico, ki je bila storjena njim ali drugi osebi. Običajno so »maščevalni 
angeli« posamezniki, ki so bili žrtev tradicionalnega nasilja v šoli in želijo storilcu 
»vrniti udarec«, tj. se maščevati (prav tam). 
– Posamezniki z veliko željo po moči so običajno prototip storilca tradicionalnega 
šolskega nasilja, ki želijo doseči večjo stopnjo kontrole, moči in avtoritete nad drugimi 
s ponižujočimi objavami in grožnjami z namenom ustrahovanja žrtve (prav tam). V to 
kategorijo spadajo storilci spletnega nasilja, ki si občutek moči povečujejo s tem, da 
njihova dejanja spremlja množica opazovalcev, ki utrjuje njegova dejanja (prav tam). 
Storilci te kategorije so običajno posamezniki, ki imajo težave bodisi doma bodisi z 
vrstniki v šoli in so zelo dobro podkovani v uporabi tehnologije. Slednja jim omogoči, 




– »Mean girls« (zlobna dekleta)3 je kategorija, v katero P. Aftab (prav tam) uvršča 
storilce spletnega nasilja, ki le-tega izvajajo predvsem iz dolgčasa, želje po zabavi, 
užitku in ne zaradi posebne želje, škodovati žrtvi. Storilce poniževanje žrtve zabava. 
Glede na ime te skupine nasilnežev bi sklepali, da ta dejanja izvajajo samo dekleta, kar 
pa ni res, tudi fantje zelo pogosto pričnejo z izvajanjem spletnega nasilja iz dolgočasja 
(prav tam). 
 
– Storilci brez jasne namere oz. t. i. »ker lahko« storilci so, kot zapiše avtorica, 
posamezniki, ki postanejo storilci spletnega nasilja z odgovarjanjem na negativno 
komunikacijo, ki so jo deležni s strani drugih posameznikov, in posamezniki, ki so v 
spletno nasilje vpeljani preko posrednika (so tretja oseba, preko katere glavni storilec 
izvaja spletno nasilje nad žrtvijo) (prav tam). 
Poleg omenjenih skupin, tipov storilcev spletnega nasilja, so v literaturi kot posebna skupina 
storilcev opredeljene tudi osebe s posebnimi potrebami oz. s specifikami v svojem razvoju. 
Yen s sodelavci (2014 v Strabić in Tokić Milaković 2016, str. 190) med njimi izpostavi osebe 
z ADHD motnjo in otroke s specifičnimi učnimi težavami. Večja verjetnost, da bodo osebe s 
posebnimi potrebami postale storilec spletnega nasilja, je po navedbah Heimana in Olenik-
Shemesha (2015 v prav tam) v primerih, ko so te osebe vključene v redne šolske programe.  
Že iz opisov različnih tipov storilcev je možno razbrati, da je storilec lahko hkrati tudi žrtev 
spletnega nasilja (Nixon 2014). V nekaterih primerih se ti dve vlogi prepletata. Wolak s 
sodelavci (2007 v prav tam) ugotavlja, da žrtev spletnega nasilja pogosto postane storilec 
spletnega nasilja in obratno. Žrtve spletnega nasilja naj bi tudi same splet uporabljale za napad 
na posameznika, s katerim so v konfliktu. Beran in Li (2007 v prav tam) navajata, da je tako 
spletni nasilnež lahko tudi žrtev spletnega nasilja, kar pomeni, da žrtev v virtualnem prostoru 
nadleguje druge posameznike. Na ta način lahko govorimo o začaranem krogu nasilja. 
Pogosto pa storilci spletnega nasilja postanejo tudi posamezniki, ki so žrtve tradicionalnega 
nasilja in se želijo preko spleta maščevati svojemu agresorju (Kowalski idr. 2012, str. 78). 
Elektronske naprave in splet žrtvi tradicionalnega nasilja omogočijo, da spremenijo svojo 
vlogo iz žrtve v storilca. Teoretično to pomeni, da elektronske naprave izenačijo neravnovesje 
                                                          
3
 Besedna zveza je lastni prevod avtorice naloge za besedno zvezo »mean girls«. 
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v moči med storilcem in žrtvijo (prav tam). Storilec spletnega nasilja je torej lahko storilec in 
žrtev nasilja istočasno. 
2.8.1 Razlogi storilcev za izvajanje spletnega nasilja  
Storilci se spletnega nadlegovanja lotijo iz različnih razlogov. Najpogostejši razlogi so zavist, 
ki jo posameznik čuti do drugega, potreba po izkazovanju moči, strah pred neuspehom, 
dolgčas, želja in potreba po pripadnosti, razpad prijateljstva oz. partnerske zveze, medkulturne 
raznolikosti, predsodki in nestrpnost do oseb druge vere, nasprotnega spola ali do oseb s 
posebnimi potrebami, pomanjkanje pozornosti v domačem okolju ipd. (Kowalski 2012, str. 
79; Jones, Manstead in Livingstone 2011v Notar idr. 2013, str. 3). Navedene razloge, ki 
vodijo storilca, da stori spletno nasilje, lahko delimo na notranje in zunanje (Varjas idr. 2010, 
str. 271). Ena izmed možnih delitev je prikazana v spodnji tabeli (Tabela 1).  
Tabela 1: Razlogi za izvajanje spletnega nasilja (prirejeno po Varjas idr. 2010, str. 272) 
Notranji razlogi Zunanji razlogi 
Potreba po maščevanju, Dejanje ne prinaša posledic, 
Potreba po pripadnosti, Anonimnost, ki mu jo omogoča splet, 
 
Potreba po izkazovanju moči, Odsotnost »iz oči v oči« soočenja z 
žrtvijo, 
Dolgočasje, Značilnosti žrtve (npr. posebne potrebe, 
verska pripadnost, kulturna pripadnost, 
vizualna podoba ipd.). 




Potreba po izražanju čustev, 
Odkrivanje samega sebe (eksperimentiranje z 
različnimi identitetami), 
Lastna izkušnja z nasiljem (največkrat s 
»tradicionalnimi« oblikami nasilja). 
 
2.8 Odzivanje na spletno nasilje 
 
Kot rečeno, spletno nasilje žrtvi prinaša različne posledice. Slednje močno vplivajo na fizično 
in psihično stanje žrtve ter na njeno nadaljnje življenje, zato je pomembno, da se v primeru 
spletnega nasilja tako žrtve kot tudi ostali vpleteni znajo ustrezno odzvati. To pomeni, da se 
znajo odzvati na odkrito spletno nasilje in znajo postopati, če so sami žrtev spletnega nasilja. 
Završnik (2013, str. 232) pravi, da moramo, ko se odzivamo na posledice, ki jih utrpi žrtev, 
upoštevati, v katero starostno skupino spada žrtev – ali so osebe mlajše od 14 let ali mlajše oz. 
starejše polnoletne osebe. Ob tem naj bi upoštevali tudi faze odzivanja/postopanja, ko gre za 
pojav spletnega nasilja. Ločimo 4 faze odzivanja, in sicer fazo prevencije, opolnomočenja, 
reakcije in povrnitve škode. V fazi prevencije se osredotočimo na zmanjševanje tveganj za 
nastanek primera (prav tam). Nadalje v fazi opolnomočenja in fazi reakcije poskušamo 
posameznika opolnomočiti, da se bo znal soočiti in primerno odzvati na nadlegovanje (prav 
tam). Če pa je žrtev že v zadnji fazi, se osredotočamo na povrnitev škode in za najhujše oblike 
nadlegovanja poiščemo možnosti za kazenski pregon storilcev ter vzgojne ukrepe, ki jih 
znotraj svojih šolskih aktov predvidi šola. Žrtvi na tem mestu poskušamo zagotoviti tudi 
udeležbo v programu pomoči, predvsem za to, da se poskuša otresti negativnih učinkov 
nadlegovanja in s tem izboljša počutje (prav tam).  
Podoben način soočanja s spletnim nasiljem navaja tudi S. Perren s sodelavci (2012, str. 285). 
Avtorica na osnovi rezultatov različnih študij oblikuje tridelni model odzivanja na spletno 
nasilje. Tudi v tem modelu je kot prva faza navedena faza prevencije, v kateri naj bi se 
osredotočili predvsem na zmanjševanje tveganj za nastanek primera spletnega nasilja, in sicer 
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z uporabo podobnih strategij, ki jih uporabljamo tudi za zmanjševanje pojava oblik 
tradicionalnega medvrstniškega nasilja (tj. izboljšanje šolske klime, trening socialnih veščin 
ipd.) na eni strani in z uporabo specifičnih strategij (kot je ozaveščanje otrok in mladostnikov 
o varni rabi informacijsko-komunikacijske tehnologije, treningi za dvig stopnje empatije z 
uporabo resničnih zgodb ipd.) na drugi strani (prav tam). Pri tem avtorica izpostavi, da se za 
najuspešnejše strategije običajno izkažejo tiste, ki predvidijo vključenost strokovnih delavcev 
šole in staršev. Poudarja se torej pomen sodelovanja šole in doma. Druga faza tridelnega 
modela je boj zoper spletno nasilje, ki zajema tako tehnične ukrepe (npr. blokiranje nasilneža) 
kot tudi iskanje podpore in pomoči pri starših, učiteljih ali vrstnikih, soočanje z nasilnežem in 
strategije, ki so emocionalno osredotočene (npr. ignoriranje nasilneža) (prav tam). Ker ima 
spletno nasilje za žrtev negativne posledice, avtorica kot zadnjo fazo modela navaja fazo 
zmanjšanja negativnih učinkov, izboljšanje počutja žrtve in zmanjšanje občutka krivde pri 
žrtvi. Slednje naj bi dosegli prek nudenja čustvene in materialne podpore žrtvi (prav tam). 
Ko pa govorimo o tem, kako naj se odzove žrtev, pa M. Subramanian (2014, str. 104) 
predlaga, naj žrtev: 
1. ne odgovarja na sporočila, ampak naj nadlegovanje prijavi, saj z odgovarjanjem 
storilcu slednjega dodatno motivira in se krog nadlegovanja nadaljuje, s čimer vse 
skupaj postaja samo še bolj zapleteno in mučno;  
 
2. vsebin spletnega nasilja, torej dokazov naj ne pošilja po spletu prijateljem, ampak naj 
se o dogajanju z njimi pogovori osebno in jim takrat tudi pokaže dokaze (prav tam, str. 
105). Na ta način se namreč žrtev lahko izogne širjenju vsebine, ki jo želi zadržati 
zase;  
 
3. v primeru, da se spletno nasilje pojavi na družbenih omrežjih, kot so Facebook, 
Twitter idr.,  blokira osebo, ki jo nadleguje (storilca), tako da ne bo imel dostopa do 
njegovega profila, računa oz. do njegovega telefona ali druge elektronske naprave. V 
kolikor pa storilec na omenjenih spletnih straneh objavi sporno vsebino, slike, video, 





4. pred odstranitvijo, izbrisom objav, komentarjev, sporočil ipd. le-te shrani, in sicer tako 
v elektronski kot tiskani obliki, saj ji bodo prišla prav, ko bo morala razložiti, kaj se je 
dogajalo (prav tam);  
 
5. o dogajanju obvesti odraslo osebo, ki ji zaupa. To je lahko starš, šolski svetovalni 
delavec, učitelj ali druga oseba; 
 
6. v primeru groženj dejanje spletnega nasilja prijavi policiji in o dogajanju prav tako 
obvesti osebe, npr. strokovne delavce šole, saj bodo le tako vedeli, kaj se z žrtvijo 
dogaja in ji poskušali pomagati. Pomembno vlogo imajo poleg družine in prijateljev 
tudi svetovalni delavci. Otroci in mladostniki, ki so žrtve spletnega nasilja, potrebujejo 
pogovor, ki jim pomaga v nadaljnjem življenju, pri premagovanju nesigurnosti, 
anksioznosti ipd. (prav tam). Pomembno oporo mladostniki, ki so žrtve spletnega 
nasilja, najdejo tudi na spletnih straneh za pomoč, kot je npr. Safe.si oz. preko 
svetovalnega telefona, pri nas je najbolj znani TOM telefon.   
 
Podobne nasvete, kako se odzvati v primeru, če smo žrtev spletnega nasilja, navajata tudi 
Hinduja in Patchin (2012, str. 1). Avtorja navedeta naslednjih 10 nasvetov odzivanja na 
spletno nasilje: 1. povemo, da smo žrtev spletnega nasilja osebi, ki ji zaupamo; 2. na dejanje 
spletnega nasilja se ne odzivamo; 3. nikoli ne napadamo nazaj, saj se bo problem poglobil in 
ne prenehal; 4. če se dejanje spletnega nasilja ponavlja, storilca prosimo, naj preneha, ker je to 
za nas boleče in nas je z izvedenimi dejanji prizadel; 5. v primeru, da nekdo preko 
informacijsko-komunikacijske tehnologije pove nekaj smešnega o nas, se poskušamo smejati, 
saj gre lahko zgolj za to, da oseba želi biti zabavna in nas ne želi prizadeti; 6. v primeru 
spletnega nasilja vedno shranimo dokaze, ki jih pokažemo osebi, ki ji zaupamo; 7. blokiramo 
storilca; 8. o dejanju spletnega nasilja na raznih družbenih omrežjih in drugih spletnih straneh 
obvestimo tudi skrbnike teh strani, torej podamo prijavo o neprimerni vsebini; 9. neprijetnih 
sporočil, slik ipd., ki prihajajo s strani storilca, nikoli ne pošiljamo naprej, in 10. v kolikor se 
počutimo ogrožene, čutimo, da smo v nevarnosti sami ali naši bližnji, takoj pokličemo 




2.9 Spletno nasilje z vidika kazenskega prava 
 
Ker je spletno nasilje v večini primerov opredeljeno kot nasilno, namerno in ponavljajoče se 
dejanje, se na področju nasilja, ki se dogaja v virtualnem prostoru in se v določenih točkah 
razlikuje od t. i. »tradicionalnega« nasilja, pojavlja vprašanje o kaznovanju te vrste nasilja.  
Samo spletno nasilje kot tako sicer ni opredeljeno kot kaznivo dejanje, saj je, kot zapiše  
Završnik (2013, str. 241), zapisana opredelitev pojava spletenega nasilja, ki se je uveljavila 
predvsem med pedagogi in psihologi, za področje kazenskega prava preozka. Zato tudi v 
Sloveniji velja, da so posamezna kazniva dejanja, izvedena preko spleta in informacijske 
tehnologije, določena znotraj Kazenskega zakonika (2015) in je posameznik (storilec) skladno 
s tem tudi kaznovan. Pod kazniva dejanja se uvrščajo: grožnja, mučenje, neupravičeno 
prisluškovanje in zvočno snemanje, neupravičeno slikovno snemanje, kršitev tajnosti občil, 
nedovoljena objava zasebnih pisanj, zloraba osebnih podatkov, kazniva dejanja zoper čast in 
dobro ime, spolno nasilje, pridobivanje oseb, mlajših od 15 let za spolne namene, 
prikazovanje, izdelava, posest in posredovanje pornografskega gradiva, izdaja tajnih 
podatkov, javno spodbujanje sovraštva, nasilja ali nestrpnosti ipd. (Kazenski zakonik 2015, 
135.‒176. člen). Lesjak (2016, str. 21) pravi, da z ubesedenjem oz. z zapisom teh dejanj 
pripomoremo k temu, da se vsi, tudi učitelji, ravnatelji, starši in učenci začnejo zavedati, da 
tudi za svetovni splet velja kazenski zakonik in je na ta način le-ta popolnoma realen svet, v 
katerem se za sicer na videz nedolžnim dejanjem lahko skriva resno kaznivo dejanje.  
Z vidika kazenskega prava nasilje v virtualnem prostoru zahteva drugačno obravnavo kot 
klasično »tradicionalno« nasilje, saj poteka na drugačen način. Pri izrekanju kazni se seveda 
upošteva starost storilca. V kolikor gre za učenca, mlajšega od 14 let, se kazenskega postopka 
ne izpelje, saj po kazenskem in prekrškovnem pravu otroci, mlajši od 14 let, ne morejo biti 
storilci kaznivega dejanja (prav tam, str. 13). Ko pa mladostnik dopolni 14 let, postane 
kazensko odgovoren in je obravnavan kot storilec kaznivega dejanja. Sam kazenski postopek 
zoper mladostnika je izpeljan nekoliko drugače kot pri odraslih osebah. V tem postopku ima 
pomembno vlogo predvsem Center za socialno delo (v nadaljevanju CSD) (prav tam). V 
primeru, da je zoper mladoletnika uveden pripravljalni postopek na Okrožnem sodišču, mora 
CSD sklano s 469. členom Zakona o kazenskem postopku pripraviti socialno poročilo o 
mladostnikovi zrelosti, okoliščinah in razmerah, v katerih živi ipd. (Obravnava otrok in 
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mladoletnikov … 2015). Z mladoletnikom in njegovimi starši opravi enega ali več pogovorov 
in jim poda informacije o tem, v katere socialnovarstvene storitve se lahko vključi mladostnik. 
CSD nadalje sodeluje na glavni obravnavi in lahko poda svoje mnenje o smiselnosti vzgojnih 
ukrepov, ki so lahko izrečeni mladoletniku. S slednjim CSD tudi individualno načrtuje in se 
dogovarja za izvajanje vzgojnega ukrepa, ki je bil mladostniku izrečen, hkrati pa tudi redno 
sodišču poroča o izvajanju vzgojnega ukrepa (prav tam). Gre torej za določene specifike, ki 
jih je, v kolikor se ukvarjamo s spletnim nasiljem, potrebno poznati.  
Avtorji utemeljujejo umestitev spletnega nasilja v kazenskopravni okvir z navajanjem dveh 
pomembnih dimenzij. Izpostavljata se predvsem razširjena publiciteta in število opazovalcev, 
lahko tudi soudeležencev v spletnem nadlegovanju (Završnik 2013, str. 238). Poleg teh dveh 
pa se pogosto navaja še problem hitrega spreminjanja informacijsko-komunikacijske 
tehnologije in uporaba različnih spletnih storitev, ki omogočata beleženje, zbiranje, 
shranjevanje in širjenje velike količine osebnih podatkov, ki so danes bistveno lažje dosegljivi 
in jih je lažje posredovati neki tretji osebi ali jih javno objaviti. Omenjeno prav tako vodi v 
nevarnost spletnega nasilja in vzpostavlja potrebo po kazenskopravni opredelitvi in obravnavi 
spletnega nasilja (prav tam). 
Ob tem pa velja opozoriti, da se inkriminacija spletnega nasilja načeloma ne navaja kot prva, 
temveč kot zadnja možnost v odzivanju na to relativno novo obliko odklonskega ravnanja, saj 
spoprijemanje s spletnim nasiljem »ni najučinkovitejše v sodni dvorani, ampak v učilnici« 








3 Spletno nasilje in šola 
3.1 Digitalna pismenost osnovnošolcev 
 
Otroci in mladostniki naj bi danes v okviru osnovnošolskega izobraževanja poleg klasične 
pismenosti, ki zajema sposobnost branja, pisanja, razumevanja in interpretiranja, pridobili tudi 
znanja in veščine, ki jim omogočajo razvoj digitalne pismenosti. 
Vehovar s sodelavci (2008, str. 15) digitalno pismenost opredeli kot pismenost, ki »vključuje 
samozavestno in kritično uporabo tehnologij informacijske družbe za delo, prosti čas in 
komunikacijo. Podprta je z osnovnimi spretnostmi rabe IKT: uporaba računalnikov za 
objavljanje, pridobivanje, shranjevanje, predstavljanje in izmenjavanje informacij ter za 
komunikacijo in participacijo v omrežjih preko interneta«.  
Podobno digitalno pismenost opredelita tudi Martin in Grudziecki (2006, str. 255), ki pravita, 
da je digitalna pismenost »zavedanje, drža in sposobnost posameznikov za ustrezno uporabo 
digitalnih orodij in pripomočkov za identifikacijo, pridobitev, obravnavo, integracijo, 
evalvacijo, analizo in sintezo digitalnih virov, gradnjo novega znanja, oblikovanje medijskih 
izrazov in komunikacijo z drugimi v kontekstu specifičnih življenjskih situacij z namenom 
omogočanja konstruktivnega družbenega delovanja in za razmišljanje o teh procesih«.  
Digitalna pismenost je torej skupek znanj, veščin in kompetenc, s pomočjo katerih 
posameznik lahko varno in učinkovito uporablja informacijsko-komunikacijsko tehnologijo. 
Slednja, po ugotovitvah Evropskega središča za politično strategijo pri Evropski komisiji (10 
Trends Transforming … 2017, str. 6), postaja jedro pismenosti. Danes naj bi preko 93 % 
delovnih mest zahtevalo znanje uporabe računalnika in skoraj ni več poklica, pri katerem 
posameznik ne bi potreboval vsaj osnovnih digitalnih veščin. Posamezniki, pri katerih se 
pojavlja pomanjkanje osnovnih digitalnih veščin, postajajo vedno bolj družbeno izolirani in 
tudi bistveno bolj izpostavljeni zlorabam na spletu (prav tam).   
Glede na omenjeno in tudi na razširjeno uporabo informacijsko-komunikacijske tehnologije 
med otroki in mladostniki, na katero smo opozorili že v poglavju z naslovom Ključni 
dejavniki, ki omogočajo oz. spodbujajo širjenje pojava spletnega nasilja, je za osvajanje 
takšnih znanj, veščin in kompetenc potrebno poskrbeti tudi v okviru osnovnošolskega 
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izobraževanja. Na to opozori tudi M. Grosman (2010, str. 25), ki pravi, da je potreba po 
poznavanju digitalne pismenosti vedno večja, zaradi česar je vključevanje razvoja veščin 
digitalne pismenosti v pouk nujna. Z osvojenimi digitalnimi veščinami naj bi namreč otroci in 
mladostniki znali pridobiti več koristnih informacij s spleta in bili tudi bolje pripravljeni na 
tveganja, s katerimi se na spletu dnevno srečujejo ter na soočanje z njimi (Lobe in Muha 
2014, str. 15). Otroci in mladostniki pogosto znajo uporabljati sodobno informacijsko-
komunikacijsko tehnologijo, torej vedo, kateri gumb morajo pritisniti, da bodo prišli do želene 
storitve, vedo, kako dostopajo do podatkov na spletu ipd., vendar pa se pogosto ne zavedajo, 
kaj jim moč, ki jo imajo s klikom na gumb, prinaša (Dowd 2017). Zato se izpostavlja, da je 
pomembno, da se otrok in mladostnik nauči varnega in odgovornega ravnanja z 
informacijsko-komunikacijsko tehnologijo. Povedano drugače – s posredovanjem ustreznih 
znanj je potrebno otrokom in mladostnikom omogočiti, da namesto pasivne uporabe 
tehnologije le-to uporabljajo premišljeno in varno.  
Zato je ključno, da osnovnošolci osvojijo naslednje veščine, ki tvorijo digitalno pismenost 
(Webwise 2017): 
– kritično mišljenje v digitalnem svetu: pomeni, da učenci znajo analizirati in presoditi 
informacije, ki jih pridobijo na spletu, prepoznajo pomembne in resnične informacije, 
znajo razbrati pomen prejetega sporočila, poiskati povezave med podatki, ki jih 
pridobijo na spletu in le-te uporabiti izven virtualnega prostora.  
– Kulturno in socialno razumevanje: z vedno bolj razširjeno uporabo informacijsko-
komunikacijske tehnologije in svetovnega spleta učenci ustvarjajo digitalno kulturo, 
kar pomeni, da ustvarjajo spletne skupnosti, oblikujejo svoje spletne identitete, 
spoznavajo nove ljudi, s katerimi si delijo interese. Zavoljo pripadnosti spletni 
skupnosti so otroci in mladostniki pripravljeni narediti marsikaj in zato pogosto na 
spletu delijo vse podrobnosti svojega življenja, kar pomeni, da praktično nimajo več 
zasebnega življenja. Za današnje osnovnošolce je zato pomembno, da razvijejo 
sposobnost zavedanja, kako uporaba tehnologije in spleta vpliva na njihovo 
vsakodnevno življenje, prepoznavajo tako pozitivni kot tudi negativni vpliv uporabe. 
Slednje jim omogoča varno delovanje znotraj virtualnega prostora. 
– Sodelovanje: pomeni, da se učenci znajo povezati in delati skupaj z drugimi ne glede 
na razlike med njimi. Gre predvsem za to, da učenci razvijejo sposobnost 
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medsebojnega sodelovanja in soustvarjanja znanja s pomočjo različnih digitalnih 
orodij (Daly 2015, str. 133). 
– Iskanje informacij: glede na to, da nam splet omogoča dostop do široke množice 
informaciji, med katerimi niso vse resnične in zanesljive, je pomembno, da učenci 
razvijejo sposobnost pravilnega načina iskanja informacij z uporabo digitalnih orodij, 
presojanja veljavnosti in zanesljivosti informacij, torej sposobnost ločevanja resničnih 
informacij od dezinformacij, mnenj in predsodkov, ki se pojavljajo na spletu (Eshet-
Alkalai 2004, str. 100–101). 
– Komunikacija: otroci in mladostniki danes komunicirajo na različne načine in preko 
različnih medijev, zato je pomembno, da razvijejo spretnost ustreznega načina 
posredovanja informacij glede na okoliščine znotraj virtualnega prostora, tj. glede na 
to, komu želijo sporočilo oz. informacije posredovati, kateri medij za to uporabijo ipd. 
Gre torej za to, da učenci razvijejo sposobnost večstranske interakcije in načine 
posredovanja informacij z uporabo digitalnih medijev, pri čemer morajo upoštevati 
pomen medosebne komunikacije (Webwise 2017; Daly 2015, str. 133). 
– Kreativnost: tako kot zunaj virtualnega prostora je tudi znotraj le-tega pomembna 
kreativnost, saj omogoča razvoj edinstvenih in uporabnih rešitev za težave, s katerimi 
se posameznik srečuje. Učenci naj bi za to razvili sposobnost prilagajanja in uporabe 
obstoječih informacij ter sposobnost oblikovanja in ustvarjanja novih informacij 
znotraj virtualnega prostora. Razvoj navedenih sposobnosti naj bi učencem omogočal, 
da na ustrezen način izrazijo mnenja, argumentirajo stališča, ki jih v razmerju do 
določene stvari zavzemajo (Daly 2015, str. 133).  
– Spletna varnost: biti varen na spletu pomeni imeti znanje, ki omogoča prepoznavanje 
potencialnih tveganj na spletu in imeti sposobnost ohranjanja osebne varnosti tekom 
brskanja, deljenja informacij ipd. znotraj virtualnega prostora. Kar pomeni, da 
uporabnik spleta izbere  varno geslo, slednjega ne posreduje oz. ne deli z nikomer, da 
uporabnik ne razkriva vseh osebnih podatkov na spletu, se zaveda posledic objav na 
spletu, je spoštljiv in prijazen do drugih uporabnikov in se ne odziva na negativne 
komentarje, ampak dejanja prijavi, prepozna varne spletne strani, se izogiba prenosu 
nepoznanih datotek s spleta ipd. (Webwise 2017). Omenjeno učencem omogoča, da 
postanejo pri uporabi spleta bolj pazljivi in s tem tudi boljši uporabniki spleta.  
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Navedene veščine, ki skupaj tvorijo digitalno pismenost, so tako eden izmed temeljnih 
dejavnikov za varno in premišljeno uporabo informacijsko-komunikacijske tehnologije in s 
tem tudi zaščitni dejavnik pred pojavom spletnega nasilja.   
3.1.1 Digitalna pismenost med slovenskimi osnovnošolci  
Izsledki raziskave EU Kids Online, ki je bila izvedena leta 2014 med otroki in mladostniki 
znotraj držav Evropske unije, starimi med 9 in 16 let, so pokazali, da slovenski otroci v 
povprečju obvladajo pet od osmih v raziskavi preučevanih digitalnih veščin. To naj bi po 
besedah B. Lobe in S. Muha (2014, str. 15) slovenske otroke in mladostnike v primerjavi z 
otroki in mladostniki drugih evropskih držav uvrščalo nad evropsko povprečjem. 
V raziskavi se je preverjala razvitost naslednjih osmih digitalnih veščin: spretnost 
zaznamovati spletno stran, poiskati informacije o varni uporabi interneta, izbrisati zgodovino 
obiskanih strani, spremeniti nastavitve zasebnosti v profilu socialnega mreženja, preprečiti 
sporočila osebe, od katere jih ne želiš prejemati, primerjati različne spletne strani za odločitev 
o resničnosti informacij, preprečiti neželeno pošto/oglaševanje ali spam in spremeniti lastnosti 
filtrov (prav tam). 
Glede na rezultate večina slovenskih otrok in mladostnikov zna zaznamovati spletno stran. 
Prav tako v večini znajo poiskati informacije o varni rabi interneta in se na njem tudi ustrezno 
zavarovati (prav tam). Nekoliko manj otrok in mladostnikov zna izbrisati zgodovino strani in 
poskrbeti za zasebnost znotraj profila socialnega mreženja, manj kot polovica otrok in 
mladostnikov pa zna spremeniti lastnosti filtrov. B. Lobe in S. Muha (prav tam) izpostavljata, 
da se sicer med otroki, starimi med 9 in 12 let, ter tistimi, starimi od 13 do 16 let, pojavljajo 
statistično pomembne razlike glede razvitosti navedenih digitalnih veščin. Mlajši otroci 
navedene veščine obvladujejo v manjši meri kot starejši. Slednji večino digitalnih veščin, 
navedenih v raziskavi, obvladajo v 80 %, medtem ko jih mlajši obvladajo v približno 50 %. 
Med mlajšimi otroki se pojavljajo tudi razlike med spoloma (prav tam). Dečki imajo v 
primerjavi z deklicami bolje razvite veščine iskanja informacij, blokiranja neželene pošte in 
spama, zaznamovanja spletne strani in izbrisa zgodovine. Starejši otroci oz. mladostniki se 
glede na spol razlikujejo zgolj v veščini spremembe filtrov in obrambe pred neželeno pošto 
(prav tam, str. 16). 
52 
 
Raziskovalci pri tem opozarjajo, da je merjenje digitalne pismenosti, ki vključuje številne 
digitalne veščine, težavno, saj določenih veščin ne moremo direktno izmeriti, nad njimi 
nimamo neposrednega nadzora (prav tam, str. 15). Vendarle pa nam pridobljeni rezultati 
omogočajo vsaj delni vpogled v stopnjo razvitosti digitalne pismenosti med slovenskimi 
otroki in mladostniki. Slednje nam je namreč lahko v pomoč, ko poskušamo razumeti pojav 
spletnega nasilja med osnovnošolci.  
V okviru raziskave EU Kids Online so poleg razvitosti določenih digitalnih veščin med otroki 
in mladostniki ugotavljali tudi, kje otroci in mladostniki največkrat pridobijo nasvete za varno 
delovanje v virtualnem prostoru, torej nasvete o varnosti na spletu (prav tam, str. 53). 
Rezultati so pokazali, da v največji meri otroci in mladostniki informacije o varni rabi spleta 
pridobijo od staršev, učiteljev ali vrstnikov, sledijo jim drugi sorodniki. Slaba tretjina otrok in 
mladostnikov nasvete pridobi tudi s pomočjo medijev, kot so televizija, radio, časopis ali 
revija. Najmanj otrok in mladostnikov pa te informacije pridobi na spletnih straneh (prav 
tam). 
 
3.2 Razširjenost pojava spletnega nasilja med osnovnošolskimi otroki in 
mladostniki 
 
Otroci in mladostniki z vedno večjo uporabo informacijsko-komunikacijske tehnologije (v 
nadaljevanju IKT) in prostim dostopom do spleta postajo vse bolj izpostavljeni pojavu 
spletnega nasilja. Tuji raziskovalci tega področja ugotavljajo, da skoraj vsak otrok oz. 
mladostnik od 8. do 17. leta starosti vsakodnevno uporablja IKT in splet (Monks idr. 2016, 
str. 40) in je na ta način izpostavljen tveganju, da postane žrtev ali storilec spletnega nasilja. 
Monks s sodelavci (2016, str. 40) ugotavlja, da so posamezniki spletnemu nasilju najbolj 
izpostavljeni v prehodnem obdobju, ko prehajajo iz obdobja otroštva v obdobje mladostništva. 
To so otroci v obdobju poznega otroštva, tj. od 9. do 11. oz. 12. leta starosti, in mladostniki 
nad 11 oz. 12 let. Pojavu je torej najbolj izpostavljena populacija osnovnošolcev. Slednje je 
razvidno tudi iz izsledkov nekaterih slovenskih in tudi tujih raziskav, ki jih navajamo v 
nadaljevanju.  
3.2.1 Stanje v Sloveniji 
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V Sloveniji se pojav spletnega nasilja spremlja s pomočjo raziskav, ki pa so večinoma 
omejene na posamezne oblike spletnega nasilja (Žakelj 2013, str. 115). Tako npr. raziskava 
Mladi na netu, ki sta jo leta 2011 opravili B. Lobe in S. Muha (2011), ponuja samo podatke o 
prejemanju neprijetnih in bolečih komentarjev na spletu. Omenjena raziskava pa je vendar le 
ena izmed pomembnejših raziskav v zvezi s spletnim nasiljem, ki je bila izvedena v 
slovenskem prostoru. Avtorici raziskave sta ugotavljali, kakšne so vsakdanje prakse 
slovenskih otrok in mladine (starih od 8 do 19 let) na internetu (Lobe in Muha 2011, str. 4). 
Ugotovili sta, da približno 71 % slovenskih otrok in mladine internet uporablja vsak dan. 
Raba interneta pa je največja pri mladostnikih od 15. do 19. leta starosti (prav tam, str. 17), pri 
katerih je zato tudi več možnosti, da postanejo žrtve spletnega nasilja. B. Lobe in S. Muha 
(prav tam, str. 25) ugotavljata, da mladi največkrat internet uporabljajo za aktivnosti na 
socialnih omrežij, dnevno te spletne strani uporablja 42 % vseh anketiranih. Najpogosteje 
mladi uporabljajo Facebook, Netlog, Glasujzame, Myspace, a se med njimi pojavljajo razlike 
glede na spol in starost. Raziskava je namreč pokazala, da so večji uporabnik takšnih spletnih 
strani starejši otroci oz. mladostniki, med njimi pa jih glede na spol pogosteje uporabljajo 
dekleta. Kar je za nas še posebej pomembno, je tudi odstotek otrok in mladih, ki so preko 
spleta prejemali neprimerne in nezaželene spolne komentarje. 9 % anketiranih otrok in 
mladostnikov je namreč odgovorilo, da je preko spletnih socialnih omrežij prejelo takšne 
komentarje, med njimi pa jih pogosteje prejmejo dekleta. B. Lobe in S. Muha (2011, str. 39) 
sta ugotavljali tudi, kako se anketirani na takšne komentarje odzivajo, in ugotovili sta, da 
večina (23 %) odgovori na sporočilo, in sicer s prošnjo pošiljatelju, naj neha oz. z enako 
neprijetnim in bolečim komentarjem. Nekaj več otrok in mladostnikov stik blokira (37 %) in 
izbriše komentarje (24 %). Zelo majhen odstotek (4 %) pa o dogajanju obvesti prijatelje oz. 
starše. Znotraj raziskave sta B. Lobe in S. Muha (prav tam, str. 42) del pozornosti posvetili 
tudi problemu sekstinga, pošiljanja in posredovanja golih oz. polgolih fotografij. Rezultati 
raziskave so pokazali, da se je 29 % anketiranih otrok in mladostnikov že slikala brez oblačil 
in te slike posredovala naprej drugi osebi, med katerimi prevladujejo mladostniki od 15. do 
17. leta (prav tam, str. 43). Nekoliko manj, to je 22 % anketirancev, pa odgovarja, da so že 
prejeli gole slike drugih oseb (prav tam, str. 42).  
V našem prostoru sta raziskavo, vezano na tematiko spletnega nasilja, izvedla še Završnik in 
Sedej (2012), ki sta se ukvarjala z razširjenostjo uporabe IKT in spletno kriminaliteto. Ciljna 
populacija njune raziskave so bili študenti. Ugotovila sta, da med anketiranimi prevladujejo 
posamezniki, ki so odgovorili, da so že bili žrtev nadlegovanja po internetu, kamor spada 
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nadlegovanje po e-pošti, spam (64,9 %), nekaj manj (44 %) jih odgovarja, da so bili žrtev 
nadlegovanja preko mobilnega telefona in najmanj (21,8 %) jih odgovarja, da so bili žrtve 
nadlegovanja na spletnem socialnem omrežju (Završnik in Sedej 2012, str. 265). Rezultati 
raziskave torej kažejo na to, da se je samo spletno nasilje, vsaj do leta 2012, večinoma vršilo 
preko e-pošte, medtem ko danes ugotavljamo, da bistveno narašča spletno nadlegovanje preko 
socialnih omrežij, saj posamezniki največ časa preživijo ravno na spletnih straneh, kot so npr. 
Facebook, Myspace, Netlog ipd. To je v svoji magistrski nalogi s pomočjo anketnega 
vprašalnika, razdeljenega pedagoškim strokovnim delavcem slovenskih osnovnih šol, in s 
pomočjo intervjujev s strokovnjakoma s področja mladoletniške kriminalitete in rabe interneta 
ugotovila tudi S. Špoljar (2013, str. 41‒55), ki je raziskovala digitalno nasilje v osnovnih 
šolah. 
Najnovejša raziskava v zvezi s spletnim nasiljem pa je bila v Sloveniji izvedena leta 2014. 
Gre za raziskavo Moč besed, ki je potekala od junija do decembra 2014, rezultati raziskave pa 
so bili objavljeni januarja 2015 (Prešeren 2015). Sama raziskava se je osredotočila na pojav 
sovražnega govora in nadlegovanja na spletu med mladimi. Izhajala je iz predpostavke, da so 
nezaželeni pojavi in odnosi v spletnih okoljih odraz naših vsakdanjih življenj in opozarjala, da 
je digitalno okolje lahko enako  nevarno kot okolje, v katerem živimo (prav tam). Ob tem pa 
je poudarjala, da sta edini uporabni orodji proti potencialnim nevarnostim, s katerimi se 
soočamo na spletu, poznavanje družbenega konteksta in razvoj digitalnih veščin. Sama 
raziskava Moč besed je za področje ukvarjanja s spletnim nasiljem ključnega pomena, saj gre 
za prvi tovrstni znanstveni prikaz stanja tako o pojavnih oblikah kot tudi o obsegu spletnega 
nasilja med mladimi (starimi od 15 do 25 let) v Sloveniji (prav tam). Rezultati raziskave 
pokažejo, da se mladi soočajo z različnimi oblikami sovražne komunikacije. Tako je več kot 
58 % vprašanih  mladih že prejelo SMS/MMS sporočilo z žaljivo vsebino (Prešern 2015). 
Nekoliko manj, kar je 47 % vprašanih, se je že soočilo z žaljivim komentarjem na družbenih 
omrežjih. Neresnične informacije o sebi na družbenih omrežjih je zaznalo 35 % vprašanih, le 
tri odstotke manj, torej 32 % vprašanih pa je na družbenih omrežjih že zasledilo tudi sovražno 
sporočilo o sebi. Nekoliko večji odstotek (39 %) vprašanih je prejelo žaljivo elektronsko 
pošto, od katerih jih je 11 % mnenja, da so bili preko spleta osramočeni, 9 % je bilo preko 
spleta prevaranih, 8 % jih meni, da so bili zasledovani preko spleta in nekoliko več kot 7 % 
vprašanih meni, da so bili iz komunikacije preko spleta izključeni (prav tam). 
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Rezultati raziskave pokažejo tudi na to, da vprašani mladi kot najbolj ogroženo populacijo 
prepoznavajo populacijo osnovnošolcev. Naslednje, kar ugotavlja raziskava, je, da je tudi 
spletno nasilje razredno diferencirano, le-to je bolj razširjeno pri mladih iz nižjih razredov, 
prav tako pa ga je več na strokovnih šolah. Raziskava pokaže tudi na razlike med spoloma 
glede rabe družbenega omrežja Facebook (prav tam). Na slednjem so glede na rezultate 
raziskave bolj aktivna dekleta. Pri obeh spolih pa se ugotavlja potreba po nenehni 
dosegljivosti. Kot zadnje pa raziskava pokaže še, da mladi v večji meri uporabljajo družbena 
omrežja in splet, če so ambiciozni in da samo poznavanje interneta ni nujno pokazatelj 
slabšega preživljanja prostega časa (prav tam).  
Raziskava Moč besed (Prešeren 2015) na ta način poda realno sliko o dogajanju na področju 
spletnega nasilja in predstavlja oporo, lahko bi rekli neke vrste smernice za nadaljnje 
delovanje na tem področju. V pomoč naj bi bila predvsem nevladnim organizacijam, ki se 
ukvarjajo s problemom spletnega nasilja (prav tam).  
 
3.2.2 Stanje v tujini 
V primerjavi s Slovenijo je bilo v tujini na temo spletnega nasilja med otroki in mladostniki 
izvedenih nekoliko več raziskav. Ybarra in Mitchell (2004 v Smith in Slonje 2010, str. 251) 
sta v svoji raziskavi, ki sta jo izvedla med mladimi uporabniki spleta, starimi od 10 do 17 let, 
ugotovila, da je 12 % mladih, vključenih v raziskavo, na spletu že izvajalo agresivna dejanja, 
4 % anketiranih mladih so potrdili, da so že bili žrtev spletnega nasilja, in 3 % anketiranih, da 
so bili žrtev in storilec spletnega nasilja hkrati. Raziskovalca sta s sodelavci podobno 
raziskavo izvedla tudi v letu 2007, pri čemer sta ugotovila, da se je število žrtev povečalo za 
približno 9 % (prav tam). 
Tudi Kowalski in Limber (2007, str. 26) sta v svoji raziskavi ugotovila, da je 11 % ameriških 
učencev, vključenih v raziskavo, že bilo žrtev spletnega nasilja, da je 7 % učencev že bilo 
tako žrtev kot storilec spletnega nasilja in da so 4 % učencev v zadnjih 2 mesecih pred 
raziskavo izvajali spletno nasilje nad drugim učencem oz. skupino učencev. Avtorja sta v 
okviru raziskave ugotovila tudi, da je bilo spletno nasilje največkrat izvedeno preko SMS 
sporočil, klepetalnic ali preko elektronske pošte (prav tam). 
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O podobnih izsledkih poročata tudi Wang s sodelavci (2009, str. 372) in M. Campbell (2005, 
str. 70). Wang s sodelavci (2009, str. 372) ugotavlja, da je 14 % mladostnikov, vključenih v 
raziskavo, že izkusilo spletno nasilje, in sicer v vlogi žrtve. Enak odstotek žrtev v svoji 
raziskavi navaja tudi M. Campbell (2005, str. 70), ki je raziskavo izvedla med avstralskimi 
mladostniki. Med slednjimi jih je 11 % poročalo o tem, da so oz. so bili tudi storilec spletnega 
nasilja. 
Da je spletno nasilje prisotno tudi med otroki pod 12. letom starosti, pokaže raziskava, ki jo je 
leta 2012 med turškimi otroki, starimi od 8 do 11 let, izvedla S. Arslan s sodelavci. Avtorica 
ugotavlja, da je kar 27 % otrok, vključenih v raziskavo, že bilo žrtev spletnega nasilja, 18 % 
otrok je že izvajalo spletno nasilje in 15 % otrok je bilo tako žrtev kot storilec hkrati (Arslan 
idr. 2012 v Monks idr. 2016, str. 41). Podobne ugotovitve za kanadske otroke med 10. in 12. 
letom starosti navedeta tudi Holfeld in Leadbeater (2015 v Monks idr. 2016, str. 41). Z 
raziskavo namreč ugotovita, da je 22 % učencev v raziskavi poročalo o tem, da so že bili žrtev 
vrstniškega spletnega nasilja. Poleg tega pa avtorja ugotovita še to, da se odstotek žrtev tekom 
šolskega leta povečuje, saj ob ponovni raziskavi konec šolskega leta kar 27 % učencev navaja, 
da so bili žrtev spletnega nasilja (prav tam). 
Poleg navedenih raziskav velja omeniti še najnovejšo raziskavo v zvezi s spletnim nasiljem, 
izvedeno v Združenih državah Amerike. Avtorja slednje sta Hinduja in Patchin (2015), ki sta 
v svojo raziskavo vključila 457 učencev, starih med 11 in 15 let. Med vsemi vprašanimi 
učenci je namreč tudi v njuni raziskavi večina vprašanih (34 %) odgovorila, da so že bili žrtev 
spletnega nasilja. Vprašani so izpostavili, da so največkrat deležni spletnega nasilja v obliki 
žaljivih komentarjev (12,8 %) in širjenja neresničnih informacij o njih (19,4 %) na družbenih 
omrežjih (prav tam). Hinduja in Patchin (prav tam) nadalje navajata še, da se je v njuni 
raziskavi pokazalo, da so spletnemu nasilju bolj izpostavljena dekleta kot dečki. Med 
vprašanimi učenci je namreč 40,6 % deklet odgovorilo, da so bila v zadnjih 30 dneh pred 
raziskavo deležne spletnega nasilja (prav tam), medtem ko je bilo takšnih dečkov, ki so 
odgovorili, da so bili v zadnjih 30 dneh pred raziskavo deležni spletnega nasilja, nekoliko 
nižji (prav tam). Le 28,2 % dečkov je odgovorilo, da so bili deležni spletnega nasilja v zadnjih 
30 dneh. Pri tem avtorja izpostavita, da moramo upoštevati, da gre zgolj za obdobje zadnjih 
30 dni pred raziskovanjem, kar pomeni, da razlike niso statistično pomembne in da sta oba 
spola spletnemu nasilju enako izpostavljena (prav tam).  
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Podobne rezultate pokaže tudi mednarodna raziskava Health Behaviour in School-aged 
Children (v nadaljevanju HBSC) (2016, str. 207). Znotraj omenjene raziskave so bili mladi 
vprašani, kako pogosto so bili v zadnjih meseci pred anketiranjem deležni spletnega nasilja 
bodisi v obliki neposrednih sporočil, objav na spletu, elektronskih ali SMS sporočil bodisi v 
obliki ustvarjanja spletnih strani. Med mladostniki iz 44 različnih Evropskih držav, starimi 
med 11 in 15 let, je 11 % vprašanih odgovorilo, da so bili žrtev spletnega nasilja vsaj dvakrat 
oz. trikrat v zadnjih mesecih (prav tam). Ugotovitve so pokazale tudi, da so v večini držav, 
vključenih v raziskavo, dečki spletnemu nasilju izpostavljeni od 11. leta dalje, medtem ko so 
deklice slednjemu bolj izpostavljene od 13. leta starosti dalje (prav tam). 
Navedeni rezultati  tako dokazujejo, da je spletno nasilje pojav, ki postaja vedno bolj razširjen 
med otroki in mladostniki po celem svetu, tudi v Sloveniji. 
 
3.3 Vloga različnih akterjev v primeru spletnega nasilja 
 
Spletno nasilje se sicer pogosteje kot v šoli dogaja zunaj šole, saj virtualni prostor postaja 
neke vrste razširjeno šolsko igrišče. Vendar pa raziskovalci ugotavljajo, da je spletno nasilje 
ne glede na to, da se običajno ne dogaja v času pouka, tesno povezano s šolo (Juvonen in 
Gross 2008 v Monks idr. 2016, str. 41). Spletno nasilje ima namreč negativen vpliv na celotno 
življenje otroka oz. mladostnika, ki je ali žrtev ali storilec spletnega nasilja, torej vpliva tudi 
na počutje in delo le-teh znotraj šolskega prostora (prav tam).  
Lesjak (2016, str. 14) zato poudarja, da ima šola in vsi akterji znotraj nje pomembno vlogo pri 
danes vse bolj razširjenem problemu spletnega nasilja. Šola je namreč institucija, v kateri 
otroci in mladostniki preživijo vsaj tretjino svojega časa.  
Leta 2014 so na Točki osveščanja o varni rabi interneta in mobilnih naprav Safe.si pripravili 
tudi prevod Priporočil za šole o spletnem trpinčenju (2014, str. 1), znotraj katerih je zapisano, 
naj šola poskrbi, da bodo vsi strokovni delavci in ostali člani šolske skupnosti dobili jasne in 
dosledne informacije ter vso potrebno podporo. Poleg tega pa naj šola po Priporočilih za šole 
o spletnem trpinčenju poskrbi tudi za to, da bodo vsi omenjeni akterji seznanjeni s postopki za 
preprečevanje, odkrivanje, prijavo in odzivanje na spletno nasilje, učitelji pa naj s svojim 
delovanjem učence spodbujajo k nudenju podpore žrtvam spletnega nasilja in na ta način 
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prispevajo k izgradnji klime, ki nasprotuje in ne tolerira spletnega nasilja (prav tam). Znotraj 
Priporočil se predlaga tudi, naj šola razvije strategije za ukrepanje in spreminjanje vedenja 
glede na starost učencev, saj imajo starejši učenci praviloma več znanja o spletu in njegovi 
uporabi kot mlajši učenci, ki potrebujejo več tehnične podpore, ko se lotevajo reševanja 
problema spletnega nasilja (prav tam). Zato je na tem mestu priporočljivo, da šola s pomočjo 
kombinacije metod sodelovalnega učenja, reševanja problemov, pozitivne discipline in 
ustreznih politik, načrtov ter programov spodbudi tako pozitivno rabo tehnologije kot tudi 
reševanje problemov, povezanih s spletnim nasiljem (prav tam). Pomemben dejavnik, ki 
vpliva na reševanje problematike spletnega nasilja, je tudi klima šole. Slednja naj bo pozitivna 
in spodbudna, saj bo učenec, ki je žrtev spletnega nasilja, pomoč prej poiskal na šoli z odprto, 
pozitivno, podporno in k zaupanju naravnano atmosfero, v kateri so postavljene tudi smernice 
za odzivanje na spletno nasilje (prav tam). Ob vsem omenjenem pa je še posebej pomembno 
to, da se v primeru spletnega nasilja povežejo vse vpletene strani, torej tako učitelji, učenci, 
ravnatelj kot tudi starši. Ob pojavu spletnega nasilja namreč ne gre za vprašanje, kje se konča 
odgovornost staršev in začne odgovornost šole, ampak predvsem za prizadevanje, da spletno 
nasilje postane skupna odgovornost vseh vpletenih (prav tam). Tako Lesjak v smernicah 
Problematika spletne varnosti v šolah: smernice za vodstva šol (2016, str. 14) opredeli vlogo 
ravnatelja, učitelja, staršev in učenca v primeru, ko se zgodi spletno nasilje.  
3.3.1 Vloga ravnatelja 
Ravnatelj, ki zazna spletno nasilje, mora morebitno žrtev čim prej zaščititi in o dogajanju 
obvestiti starše (Lesjak 2016, str. 16). V primeru, da dogodek kaže znake kaznivega dejanja, 
mora o tem nujno obvestiti policijo. Policijo ravnatelj vključi v primeru, ko gre za objavo ali 
razširjanje golih fotografij ali video posnetkov, v primeru, ko opazi katero koli obliko nasilja 
in groženj ter v primeru, ko je zaradi incidenta ogroženo zdravje ali celo življenje katere koli 
od oseb (prav tam). Ravnatelj ima pomembno vlogo tudi pri odkrivanju storilcev. V kolikor je 
storilec znan, mora ravnatelj o njegovem dejanju takoj obvestiti starše storilca. V primeru, ko 
storilec ni znan, mora ravnatelj raziskati potek incidenta, vzroke in druge okoliščine, ki so 
morebiti pripeljale do incidenta. S tem namenom lahko ravnatelj ob privolitvi staršev 
določene učence zadrži na razgovoru, o katerem napiše tudi zapisnik. Poskrbeti mora tudi za 
to, da se širjenje sporne vsebine po internetu preneha, sam pa shrani dokaze in zagotovila, da 
je bila vsebina umaknjena. 
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Ravnatelj mora prav tako poskrbeti za to, da učence in starše opozori o kazenskopravnih in 
civilnopravnih posledicah, ki sledijo incidentu, ter tudi na posledice za storilce z vidika aktov 
šole (šolska pravila, šolski red ...) (prav tam, str. 17).  
Ko se sam incident spletnega nasilja zgodi, naj bi bila vloga ravnatelja ta, da opravi razgovore 
z žrtvijo, storilci in njihovimi starši ter sproži vse disciplinske postopke oz. ukrepe, ki so za 
takšen incident predvideni. Kot priporočljivo pa Lesjak (prav tam) navaja tudi to, da ravnatelj 
v reševanje problematike vključi zunanjega strokovnjaka oz. poskrbi za posebno 
izobraževanje v zvezi s spletnim nasiljem za vse vpletene. 
T. M. Steele s sodelavkama (2016, str. 10) na tem mestu izpostavi še, da je pri obravnavi 
spletnega nasilja pomembno, da ravnatelj sodeluje s svetovalnim delavcem. Avtorice 
predlagajo, naj ravnatelj šolskemu svetovalnemu delavcu prepusti vodilno vlogo pri 
oblikovanju programov in aktivnosti, ki so ključne za soočanje s problematiko spletnega 
nasilja (prav tam, str. 11). Svetovalni delavec ima namreč znanje, ki mu omogoča, da v 
sodelovanju z vodstvom šole določi in izvede načine odzivanja in aktivnosti, ki so primerni za 
delo z žrtvijo in za delo s storilcem. Ravnatelj naj mu pri tem nudi podporo in pomoč, ki jo 
potrebuje, sam pa naj po priporočilih avtoric svojo pozornost posveti predvsem oblikovanju 
jasnih pravil in protokolov, ki zajemajo problematiko spletnega nasilja, v oblikovanje katerih 
naj vključi tudi šolskega svetovalnega delavca. Slednje namreč pripomore k oblikovanju 
varnega okolja tako znotraj šole kot ustanove kot tudi zunaj nje v virtualnem okolju (prav 
tam). 
3.3.2 Vloga učitelja 
Pri pojavu spletnega nasilja se učitelji zaradi razsežnosti pojava pogosto znajdejo v dilemi, kje 
so njihove pristojnosti. Predvsem se soočajo z vprašanjem, kje so meje njihovega poseganja v 
dogajanje, kdaj naj torej v dogajanje posežejo in kdaj to ni v njihovi pristojnosti. Woda (2015, 
str. 1) pravi, da učitelji lahko posežejo v dogajanje vedno, ko le-to negativno vpliva na učno 
okolje otrok in mladostnikov v šoli. Zagotavljanje varnega in spodbudnega učnega okolja v 
vzgojno-izobraževalnih ustanovah je namreč temelj za optimalni razvoj vsakega otroka oz. 
mladostnika, vključenega v vzgojno-izobraževalni proces, hkrati pa tudi njegova pravica 
(Zakon o organizaciji in financiranju vzgoje in izobraževanja 2016, 2. in 2.a člen). 
Učitelji storilce in žrtve medvrstniškega spletnega nasilja prepoznajo težje kot storilce in žrtve 
klasičnega medvrstniškega nasilja (Woda 2015, str. 1). Največkrat se učiteljem priporoča, naj 
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bodo pozorni na obnašanje učencev in naj v primeru, da pri učencu zaznajo zanj neobičajno 
obnašanje, stvar poskušajo raziskati, predvsem pa naj zagotovijo, da učenec ve, da ima v 
učitelju zaupnika in zaščitnika (prav tam). Le tako bodo učenci pripravljeni spregovoriti o 
tem, kar se jim dogaja, učitelji pa bodo na ta način lahko ustavili spletno nasilje, predno se 
slednje konča z nezaželenimi posledicami za vse vključene v dogajanje (prav tam). 
Lesjak (2016, str. 8) zapiše, da mora učitelj v primeru, ko zazna spletno nasilje, o tem 
nemudoma obvestiti ravnatelja in šolsko svetovalno službo, s katerima skupaj poskuša 
razrešiti problem. Glede na to, da se veliko nasilja zgodi v času izven pouka, lahko učitelj 
nasilja ne opazi v šoli, ampak v prostem času. V takšnih primerih naj bi učitelj takoj o 
dogodku obvestil ravnatelja in svetovalno službo, hkrati pa naj bi takoj poskrbel za varnost 
žrtve in tudi zavaroval dokaze o spletnem nasilju (prav tam). Nato naj se učitelj naslednji dan 
takoj sestane z ravnateljem in svetovalnim delavcem in se skupaj z njima dogovori o 
ukrepanju. Pomembno je, da učitelj stoji žrtvi ob strani in ji prisluhne, v kolikor se ta zaupa 
njemu (prav tam). Učencu mora zagotoviti občutek varnosti in mu dokazati, da je vreden 
zaupanja, da se nanj lahko zanese ter mu lahko zaupa svoje težave.  
V posvetu z ravnateljem in svetovalnim delavcem mora učitelj presoditi tudi o tem, kdaj in na 
kakšen način v reševanje problema vključiti starše. Pri tem Kowalski s sodelavci (2012, str. 
175) izpostavi, da je nujno, da se starše žrtve vedno opozori na to, da je njihov otrok žrtev 
spletnega nasilja. Prav tako je ključno, da učitelj o spletnem nasilju v najkrajšem možnem 
času obvesti tudi starše storilca spletnega nasilja, če je le-ta znan. Poleg tega mora učitelj tako 
staršem žrtve kot staršem storilca spletnega nasilja zagotoviti ustrezno pomoč in podporo za 
soočanje s problemom v domačem okolju.  
Učitelj ima pomembno vlogo predvsem v času po kršitvi, torej po storjenem spletnem nasilju 
(Lesjak 2016, str. 18). Še posebej zahtevno delo ga čaka v primeru, da so v kršitev vključeni 
sošolci žrtve. Takrat mora učitelj nujno organizirati razredno uro na to tematiko in jasno 
obsoditi nasilje ter s pomočjo bodisi igre vlog, študije podobnih primerov, predavanjem 
strokovnjaka bodisi na kakršen koli drug način razrešiti in zgladiti spor (prav tam). Učitelj naj 
bi bil pri tem pozoren na to, da obsoja storjeno dejanje in ne storilca, kar pomeni, da učencem 
posreduje sporočilo, da je nasilje v kateri koli obliki nedopustno in ne bo tolerirano. Zato je 
pomembno, da se v primerih, ko gre za hujše oblike spletnega nasilja, za katere se 
predvidevajo resne posledice, kot je na primer izključitev, slednje tudi udejanjijo (Hinduja in 
Patchin 2014, str. 7).  
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3.3.3 Vloga staršev 
Medvrstniško spletno nasilje presega meje šolskega prostora, zato imajo pri obravnavi 
primerov spletnega nasilja in v okviru preventivnih dejavnosti tega pojava pomembno vlogo 
tudi starši. A. Shemon (2009, str. 16) izpostavlja, da starši pogosto ne vedo za aktivnosti, ki 
jih njihovi otroci izvajajo na spletu in se običajno zelo vznemirijo, ko izvedo za problem 
spletnega nasilja, ne glede na to, ali je njihov otrok žrtev ali pa storilec. Pri tem Lesjak (2016, 
str. 19) poudarja, da je pomembno, da se starši poskušajo z otrokom pogovoriti in se o 
dogajanju pozanimajo tudi pri strokovnih delavcih šole ter upoštevajo vse povedano in ne le 
tisto, kar jim pove njihov otrok. Torej je najbolje, kar starši lahko naredijo za svojega otroka, 
ki je žrtev spletnega nasilja, da mu zagotovijo občutek varnosti in ponudijo brezpogojno 
podporo.  
Hinduja in Patchin (2014, str. 5) predlagata, naj starši preko dejanj in pogovora otroku 
pokažejo, da si prav tako kot on želijo, da se spletno nasilje preneha in da se vzpostavijo 
takšne življenjske razmere, kot so bile, preden je posameznik postal žrtev spletnega nasilja. 
Slednje lahko starši dosežejo s tem, da sodelujejo z otrokom pri reševanju problema spletnega 
nasilja. Pri tem je še posebej pomembno, da poslušajo otroka, njegovo perspektivo dogajanja 
in jo upoštevajo. Za otroka je namreč ključno, da ve, da se bodo starši odzvali odgovorno in 
logično ter da s svojim dejanjem dogajanja ne bodo poslabšali (prav tam).  
J. Chibbaro (2007, str. 67) staršem priporoča, naj v primeru suma, da je njihov otrok oz. 
mladostnik žrtev spletnega nasilja, shranijo in natisnejo vsa sumljiva sporočila in naj bodo 
bolj pozorni na aktivnosti, ki jih njihov otrok oz. mladostnik na spletu opravlja. Lesjak 
dodaja, naj starši v primeru, da je spletno nasilje potekalo preko spletnih strani, poskrbijo tudi 
za to, da bo vsa sporna vsebina umaknjena, odstranjena s spleta (Lesjak 2016, str. 19). V 
kolikor se starši slovenskih otrok in mladostnikov znajdejo v dilemi oz. zadregi, kaj storiti, se 
jim svetuje, da se obrnejo na svetovalce točke Safe.si ali spletno stran e-tom.si (Lesjak 2016, 
str. 19).  
Za otroka oz. mladostnika je po incidentu podpora staršev vsekakor pomembna. Slednji naj 
svojemu otroku pomagajo, da vzpostavi razmere, kakršne so bile pred incidentom (prav tam). 
Pri tem tudi N. Strabić in A. Tokić Milaković (2016, str. 191) izpostavita pomen močne 
povezave med družinskimi člani, odprto komunikacijo med otroki in starši o otrokovih 
problemih, upoštevanje otrokovega mnenja, starševsko toplino, poznavanje otrokovih 
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prijateljev in odkrito spremljanje otrokovih aktivnosti na spletu, saj vohunjenje za otrokom 
lahko povzroči ravno nasprotne učinke.  
Hinduja in Patchin (2014, str. 5) izpostavljata še pomen sodelovanja staršev s strokovnimi 
delavci šole. Pomembno je, da se starši o dogajanju pogovorijo s strokovnimi delavci šole, 
običajno z ravnateljem, s šolskim svetovalnim delavcem in razrednikom otroka. V primeru, da 
je storilec spletnega nasilja znan, naj bi starši vstopili v stik tudi z njegovimi starši in skupaj z 
njimi poskušali najti rešitve, da se spletno nasilje preneha. Starši žrtve naj v primeru, da 
zaznajo, da gre za kaznivo dejanje, v reševanje primera spletnega nasilja vključijo tudi 
policijo (prav tam). 
V kolikor je spletno nasilje pri otroku pustilo hude posledice, naj bi se starši odpravili po 
pomoč tudi k odvetniku (Lesjak 2016, str. 19). To se staršem svetuje z vidika povrnitve škode, 
npr. ko se mora družina žrtve preseliti v drug kraj, lahko z odvetnikovo pomočjo zahtevajo 
povrnjene stroške selitve. Ko pa z besedno zvezo »hude posledice« mislimo na psihološke 
posledice, pa se staršem svetuje, naj se za pomoč obrnejo k strokovnjaku (psiholog, 
psihoterapevt …) (prav tam). 
Predvsem pa je ključno, da ohranjajo zaupanje v otroke in se z njimi odkrito ter iskreno 
pogovarjajo. Otroci, ki so žrtve spletnega nasilja, bodo le tako pripravljeni z njimi govoriti o 
neprijetnih izkušnjah na spletu (Strabić in Tokić Milaković 2016, str. 192).  
Prav tako je pomembna vloga staršev v primeru, da je otrok storilec spletnega nasilja. Hinduja 
in Patchin (2014, str. 6) svetujeta, da se starši, ko odkrijejo, da je njihov otrok storilec 
spletnega nasilja nad vrstnikom, z otrokom pogovorijo o tem, kakšne so posledice njegovega 
obnašanje na spletu. Predvsem naj bi izpostavili škodo in bolečino, ki jo z dejanji povzroča 
žrtvi. Nadalje je pomembno, da starši otroku, ki je storilec spletnega nasilja, pojasnijo, da ima 
vsaka njihova odločitev, vsako njihovo dejanje tudi posledice oz. sankcije, ki naj se skladno s 
storjenim dejanjem tudi aplicirajo, in v primeru, da se dejanje nadaljuje, celo stopnjujejo. 
Pomembno je še, da so starši še bolj pozorni na uporabo tehnologije njihovih otrok predvsem 
z namenom, da preverijo, ali je otrok ponotranjil sporočilo, ki mu je bilo posredovano in se je 






3.3.4 Vloga učenca oz. učencev 
Pri spletnem nasilju je pomembno, da ga učenec ne tolerira, da težave čim prej zaupa odrasli 
osebi in nasilneža prijavi (Lesjak 2016, str. 20). Vsi učenci, ne zgolj žrtev, se morajo zavedati, 
kako pomembno je, da v takšnih primerih sodelujejo s šolo in na ta način pomagajo pri 
razreševanju problema (prav tam). Zato morajo učenci vedeti, kako prepoznati spletno nasilje 
in kako se v primerih spletnega nasilja odzvati kot žrtev ali kot opazovalec.  
Prvo, kar učenci lahko storijo je, da shranijo vse dokaze o izvedenem dejanju spletnega 
nasilja, nemudoma poiščejo pomoč odrasle osebe in o dejanju spletnega nasilja obvestijo 
šolsko osebje (Schargel 2015, str. 1). V kolikor lahko, naj učenec, ki je žrtev spletnega nasilja, 
vodi dnevnik z datumi, uro in primeri dejanj spletnega nasilja, saj mu bo to pomagalo pri 
dokazovanju o dogajanju in pri identifikaciji storilca dejanja. Zbrane podatke lahko žrtev 
posreduje tudi družbam, ki se ukvarjajo z reševanjem primerov spletnega nasilja 
(Subramanian 2014, str. 105).  
Hinduja in Patchin (2014, str. 8) poudarjata, da mora učenec, ki je žrtev spletnega nasilja, 
prijaviti vsako nadlegovanje, grožnjo, impersonalizacijo in druge probleme, s katerimi se 
sreča na spletu, saj bodo le tako lahko ustrezno zaščiteni pred nasilnežem.  
Pomembno vlogo pa imajo tudi učenci opazovalci (ang. bystanders) (Hinduja in Patchin 2014, 
str. 9) –  učenci, ki so priča spletnemu nasilju. S. Pečjak (2014, str. 63) navaja, da imajo 
slednji različne vloge. Pojavijo se lahko v vlogi posnemovalca storilca nasilja, kateremu se 
lahko pri izvajanju nasilja celo pridružijo, nadalje se lahko pojavijo v vlogi pasivnega ali 
aktivnega podpornika storilca – ti storilca spodbujajo z različnimi pripombami, preko katerih 
izražajo strinjanje s storilcem (prav tam, str. 64). Opazovalci imajo lahko tudi vlogo t. i. 
ignorantov, ki samo opazujejo in se v nasilno dejanje iz različnih razlogov ne vpletajo, ali pa 
se pojavijo v vlogi pasivnega, morebiti aktivnega branilca žrtve. Pasivni branilec žrtve 
običajno zapusti kraj nasilja, medtem ko aktivni branilec žrtve poskuša in pomaga zaustaviti 
nasilno dejanje (prav tam).  
Opazovalci nasilja pogosto ostajajo pasivni, kar pomeni, da se kljub zavedanju, da bi se 
nasilje moralo prenehati, običajno ne želijo vpletati v dogajanje, saj se bojijo, da bi jim 
poseganje prineslo številne težave (prav tam). Učenci se pri tem ne zavedajo, da s svojim ne-
odzivanjem pasivno spodbujajo nadaljevanje spletnega nasilja, zato je pomembno, da se 
učenci, ki so priče spletnemu nasilju, aktivno odzovejo na dogajanje.  
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Tudi za učence opazovalce velja, da naj shranijo vse dokaze o izvedenem dejanju spletnega 
nasilja, nemudoma poiščejo pomoč odrasle osebe in o dejanju spletnega nasilja obvestijo 
šolsko osebje (prav tam). S tem namreč nudijo podporo učencu, ki je žrtev spletnega nasilja in 
se kot tak pogosto počuti nemočnega,  potrebuje pa nekoga, ki bi ga »rešil«. Učencu, ki je 
žrtev spletnega nasilja, naj ponudijo pomoč in izrazijo nestrinjanje z izvajanjem nasilja na 
način, da se ne pridružujejo zavednemu (npr. s posredovanjem sovražnih in žaljivih sporočil) 
ali nezavednemu (npr. z ne ukrepanjem) spodbujanju in širjenju slednjega. V kolikor učenci 
opazovalci vedo, kdo je storilec in se čutijo sposobne poseči v dogajanje, naj le-tega prosijo, 
naj z dejanjem preneha (prav tam). 
3.3.5 Vloga šolske svetovalne službe  
V primeru, da medvrstniško spletno nasilje zazna šolski svetovalni delavec, mora vsakič 
najprej poskrbeti za zaščito žrtve in o problemu obvestiti vse pristojne, torej ravnatelja in 
razrednika učenca (Lešnik Mugnaioni idr. 2016, str. 22).  Pomembno je, da se svetovalni 
delavec z žrtvijo pogovori, jo pomiri, ji nudi čustveno podporo in v nadaljevanju z njo izpelje 
svetovalni pogovor, znotraj katerega jo poskuša razbremeniti občutka krivde, ji dovoli, da 
izrazi vsa čustva in nikoli ne opravičuje nasilja nad njo (prav tam). Ko je žrtev pripravljena na 
pogovor o dogajanju, ji zastavi odprta vprašanja in jo posluša. Pri tem mora biti šolski 
svetovalni delavec pozoren tudi na neverbalna sporočila žrtve. Svetovalni delavec lahko žrtvi 
poleg svetovalnega pogovora pomaga tudi s tem, da jo opolnomoči s strategijami  
spoprijemanja z nasiljem in ga uči konkretnega odzivanja na nasilna dejanja (prav tam, str. 
23; Pečjak 2014, str. 119). V kolikor se odkrije povzročitelja/povzročitelje spletnega nasilja, 
naj bi svetovalni delavec izpeljal tudi pogovor z njim/-i. Cilj slednjega je, da storilec sprejme 
odgovornost za storjeno dejanje spletnega nasilja in prevzame odgovornost za to (prav tam). 
Pomembno delo svetovalnega delavca je tudi delo z vrstniki, saj ima nasilje vedno vpliv tudi 
na dinamiko razreda. Delo z vrstniki svetovalni delavec običajno načrtuje v okviru ur 
oddelčne skupnosti, lahko pa se izvedejo tudi dnevi dejavnosti na to tematiko (prav tam, str. 
24). Za učinkovito obravnavo je pomembno, da se svetovalni delavec usmeri tudi na delo s 
starši; z njimi naj bi izpeljal individualne pogovore, jim nudil oporo, jih povabil na 
organizirana predavanja, izobraževanja, delavnice za starše. Pri tem pa je ključno, da 
svetovalni delavec starše vidi kot sodelavce in skupaj z njimi išče rešitve (prav tam). V okviru 
obravnave in zagotavljanja preventivnih dejavnosti s področja spletnega nasilja med vrstniki 
se svetovalni delavec povezuje tudi z različnimi zunanjimi institucijami, ki mu lahko 
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pomagajo pri reševanju problema in nudijo pomoč vsem akterjem spletnega nasilja (žrtvi, 
storilcu  staršem, vrstnikom, učiteljem, vodstvu).  
 
3.4 Preventivne dejavnosti in obstoječe smernice za zmanjšanje 
izpostavljenosti spletnemu nasilju 
 
Pomembno ni le to, da vemo, kako se odzvati v primeru spletnega nasilja, ampak tudi to, da 
poskrbimo za preventivo na tem področju. Šola je namreč lahko pri problemu medvrstniškega 
spletnega nasilja uspešna le, če se slednjega loti celostno in sistematično (Lešnik Mugnaioni 
2012, str. 161). Kar pomeni, da šola izvaja tako preventivne dejavnosti, ki zmanjšujejo 
tveganje za nastanek primera medvrstniškega spletnega nasilja, kot tudi obravnavo primerov 
medvrstniškega spletnega nasilja. Za celostni in sistematični pristop je značilno, da vključuje 
zaznavanje in spremljanje pojavnih oblik spletnega nasilja ter praks zaznave in obravnave že 
storjenih primerov spletnega nasilja, oblikovanje načrtov za izboljšanje stanja, znotraj katerih 
se opredelijo dejavnosti za učence, učitelje in starše, izvedbo načrtovanih dejavnosti in 
evalvacijo le-teh (prav tam). Gre torej za pristop, ki se ukvarja s preprečevanjem 
medvrstniškega nasilja, predno se le-to razvije v primere nasilnih dejanj in v okviru katerega 
se praviloma vsi strokovni delavci usposabljajo ne le za obravnavo primerov spletnega nasilja, 
temveč tudi za preventivno delo na tem področju (prav tam). 
Avtorji preventivo pogosto opredeljujejo kot tisto, ki preprečuje nastanek nekega praviloma 
družbeno nezaželenega pojava, za katerega pa pravzaprav ni nujno, da se bo razvil in pojavil 
pri vseh posameznikih (Hočevar 2005, str. 53). Pri tem velja izpostaviti, da tako načrtovanje 
kot tudi izvajanje preventivnih dejavnosti poteka v več fazah (oblikovanje šolske politike, 
pregled stanja, izobraževalne dejavnosti in druge aktivnosti) in na različnih nivojih (šola, 
oddelek, specifična skupina posameznikov) (prav tam). 
V primeru spletnega nasilja M. Campbell (2005, str. 4) navaja, da je prvi korak v okviru 
preventivnega delovanja zavedanje razširjenosti pojava spletnega nasilja med otroki in 
mladostniki ter priznavanje, da se slednje pojavlja tudi v šolskem prostoru. To strokovnim 
delavcem šole omogoča, da oblikujejo preventivne dejavnosti na tem področju. Slednje 
strokovni delavci lahko ustrezno oblikujejo le, če so seznanjeni s tem, kaj spletno nasilje 
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sploh je, v kakšnih oblikah se pojavlja, kakšne posledice ima za vse vpletene ipd. Naslednji 
korak prevencije je torej izobraževanje strokovnih delavcev o spletnem nasilju. Šola mora, kot 
zapiše Kowlski s sodelavci (2012, str. 162), poskrbeti, da vsak učitelj pridobi vsaj osnovno 
znanje o pojavu, o prepoznavanju le-tega in odzivanju nanj, če se le-ta pojavi pri učencih. 
Izobraževanje učiteljev naj bi tako zajemalo osnovna znanja o obstoječih in med otroki ter 
mladostniki najbolj priljubljenimi načini komunikacije preko spleta, ustrezne uporabe 
obstoječe informacijsko-komunikacijske tehnologije in seznanitev s potencialnimi zlorabami, 
ki jih IKT omogoča (prav tam). V okviru izobraževanja naj bi učitelji pridobili še znanja o 
tem, kako lahko preprečijo oz. zmanjšajo širjenje pojava spletnega nasilja med učenci in kako 
naj v primerih spletnega nasilja postopajo, pri čemer naj bi se učitelje seznanilo z zunanjimi 
institucijami, na katere se pri reševanju primerov spletnega nasilja lahko obrnejo po pomoč. 
Pridobljeno znanje učiteljem omogoča, da tako učencem kot njihovim staršem posredujejo 
napotke o varni rabi IKT (prav tam). 
Naslednja in ena izmed temeljnih stvari, ki jih šola lahko naredi na področju preventive 
pojava spletnega nasilja je, da vzpostavi definicijo spletnega nasilja, ki jo posreduje in se o 
njej pogovori z vsemi akterji vzgojno-izobraževalnega procesa. Kowalski s sodelavci (2012, 
str. 163) predlaga, naj opredelitev zajema tudi različne metode, s katerimi otroci in 
mladostniki izvajajo spletno nasilje drug nad drugim. Le-tako bo jasno, kdaj lahko govorimo 
o primeru spletnega nasilja in kdaj ne. Za boljše razumevanje pojava spletnega nasilja je 
pomembno, da se učitelji z učenci pogovorijo o tem, zakaj je spletno nasilje škodljivo in 
nedopustno ter kako lahko vsak posameznik pripomore k zmanjšanju širjenja tega pojava, pri 
čemer se izpostavi pomembnost spoštljivega delovanja na spletu (prav tam). 
K zagotavljanju preventive na področju spletnega nasilja vsekakor pripomore tudi jasno 
oblikovana šolska politika, ki zadeva medvrstniško nasilje. Spletno nasilje mora šola nasloviti 
s pomočjo vključitve v že obstoječe politike, ki zadevajo problem nasilja, kot tudi v vzgojne 
načrte in v pravila šolskega reda, ki urejajo uporabo tehnologije med učenci (Kowalski idr. 
2012, str. 163). Znotraj slednjih je potrebno jasno navesti, da je uporaba šolske tehnologije z 
namenom pošiljanja, ustvarjanja, objavljanja ali posredovanja škodljivih, neprimernih in 
nasilnih sporočil prepovedana. Poleg tega je pomembno, da se v vzgojnem načrtu in pravilih 
šolskega reda jasno zapišejo tudi posledice, ki jih prinaša kršenje dogovorjenih pravil (prav 
tam). Z zapisanim mora šola v omenjenih dokumentih na začetku šolskega leta seznaniti 
učence in njihove starše. Jasen in za vse udeležence razumljiv šolski red namreč omogoča, da 
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se v določeni meri izognemo kršitvam zapisanega in nesporazumom, do katerih lahko pride v 
primerih spletnega nasilja med učenci (prav tam; Shemon 2009, str. 20).  
Kowalski s sodelavci (2012, str. 166) kot naslednje v okviru preventive priporoča 
izobraževanje učencev o pojavu spletnega nasilja. Učitelji naj bi učencem posredovali znanje 
o tem, kaj je spletno nasilje, v kakšnih oblikah se pojavlja, kako področje spletnega nasilja 
urejajo šolski akti, kako lahko prijavijo primer spletnega nasilja in kakšni so najbolj primerni 
odzivi nanj (npr. kako ravnati v težavnih situacijah, kot so povabila na srečanje s strani osebe, 
ki jo pozna zgolj preko spleta, objava sporne vsebine, ki zadeva posameznika osebno na 
spletu). Prav tako naj bi učitelji učence s pomočjo raznih dejavnosti senzibilizirali za zaznavo 
spletnega nasilja in spodbujali razvoj empatije do žrtev spletnega nasilja, pri čemer naj bi še 
posebej izpostavili pomen ukrepanja ob zaznavi izvajanja spletnega nasilja nad drugo osebo 
(prav tam, str. 167). Z dejavnostmi, kot so igre vlog, prikaz primerov spletnega nasilja in 
pogovor o tem, se učence lahko spodbudi, da ob zaznavi spletnega nasilja le-tega prijavijo oz. 
o njem obvestijo odraslo osebo ter žrtvi nudijo ustrezno podporo. Poleg izobraževanja o 
spletnem nasilju je za učence pomembno, da pridobijo tudi informacije o tem, kako se pred 
njim lahko zaščitijo oz. kako lahko zmanjšajo tveganje, da bi sami postali žrtev spletnega 
nasilja (prav tam).  
Avtorji (Kowalski idr. 2012; Lesjak 2016; Subramanian 2014) na tem mestu izpostavljajo 
predvsem pomen digitalnega opismenjevanja učencev. Gre za to, da učitelji oz. zunanji 
strokovnjaki, ki jih šola povabi, učencem posredujejo znanje, ki jim omogoča razvoj veščin za 
učinkovito in hkrati varno ter odgovorno rabo obstoječe informacijsko-komunikacijske 
tehnologije in spleta. To v šolah postaja ključnega pomena, saj je informacijska tehnologija 
danes vseprisotna in si šolo brez nje težko predstavljamo. Lesjak (2016, str. 8) pravi, da v šolo 
informacijska tehnologija vstopa bodisi nadzorovano bodisi nenadzorovano (prinašanje 
telefonov in tablic s strani učencev v šolo) ter se pojavlja v najrazličnejših oblikah, in sicer v 
obliki računalnikov, tablic, mobilnih telefonov, fotoaparatov, kamer, digitalnih učnih 
pripomočkov, tudi v obliki elektronskih učbenikov, delovnih zvezkov in drugih gradiv, učnih 
portalov, videoposnetkov, množičnih spletnih tečajev, učnih družabnih omrežjih in v obliki 
ostalih storitev, ki jih omogoča splet. Z uvajanjem in uporabo informacijske tehnologije v šoli 
lahko izboljšamo potek pedagoškega procesa, npr. z vidika metod poučevanja in učenja in z 
vidika okrepitve učnega okolja, hkrati pa uvajanje informacijske tehnologije prinaša tudi 
določene slabosti – ena temeljnih je vsekakor spletno nasilje (prav tam). Zato je pomembno, 
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kot smo že omenili, digitalno opismeniti učence in poskrbeti za varno rabo informacijsko-
komunikacijske tehnologije in interneta.  
Lesjak (2016, str. 9) opozarja, da varna raba interneta ne pomeni niti blokiranje spletnih strani 
niti prekomerno nadzorovanje dogajanja na internetu, skrite uporabe interneta ali 
kriminalizacijo družbenih omrežij, kot so npr. Facebook, Instagram in Twitter. Našteta 
dejanja imajo običajno ravno nasproten učinek oz. so učinkovita le kratek čas. Zato je 
pomembno, kot pravi Lesjak (prav tam), da učence izobražujemo o tem, kako naj se varno in 
odgovorno vedejo na spletu. S takšnim izobraževanjem učenci pridobijo spretnosti o varni in 
odgovorni rabi interneta, ki jih obdržijo celo življenje. M. Subramanian (2014, str. 106) v 
zvezi s tem zapiše, da je pomembno, da učence izobrazimo o tem, kakšne (nepopravljive) 
posledice lahko prinese objava npr. golih fotografij, videov ali grozilnih sporočil in tudi o 
tem, da elektronska sporočila, objave ne izginejo niti takrat, ko jih izbrišemo, ampak se 
arhivirajo in ostajajo široko dostopne. Prav tako moramo učence opozoriti na to, da vsebine 
niso vedno tako zasebne, kot se zdi (prav tam, str. 107). Z deljenjem in javnim razkrivanjem 
informacij o sebi, kot so naslov, telefonska številka, izražanje mnenj glede različnih 
dogodkov, ki so jim bili priča, razkrivanje osebnih ali zdravstvenih problemov, ipd., sami 
sebe postavljajo v nevarnost, da bodo postali tarča spletnega nasilja (prav tam). Zato je 
pomembno, da učence seznanimo s tem, zakaj je prekomerno deljenje informacij na spletu 
nevarno. M. Subramanian (prav tam, str. 97) svetuje, naj se učence opozori, da na spletu ne 
objavljajo informacij o tem, kje živijo oz. o tem, kako osebe lahko vstopijo v stik z njimi, saj 
so te informacije z njihovo objavo na spletu dostopne vsem ljudem in jih lahko vidijo tudi 
osebe, za katere ne pričakujemo, da bodo do njih dostopale. Poleg tega navaja še, naj se 
učence opozori tudi na to, da gesel računov ne delimo z nikomer, niti s prijatelji, ne glede na 
to, koliko jim zaupamo, ter da nikoli ne smemo pustiti, da nas druge osebe slikajo v stanjih, ki 
so za nas neprijetna (pijanost, golota ipd.), prav tako pa se izogibamo javnemu izražanju 
našega mnenja na spletu v stanjih razburjenja. Ob tem avtorica predlaga, naj se učencem 
svetuje, da takratne misli raje zapišejo v dnevnik ali zgolj na papir in se k njim vrnejo v 
trenutku, ko se bodo pomirili (prav tam). Na tem mestu se nam zdi pomembno opozoriti na 
vlogo učitelja računalništva in informatike, ki je učencem in ne nazadnje tudi ostalim 
učiteljem lahko na tem področju v veliko pomoč, saj je strokovnjak tega področja.  
Narava spletnega nasilja omogoča, da se le-ta dogaja kjer koli in kadar koli, torej ne le v 
šolskem prostoru, ampak tudi doma. Zato je pomembno, da šola znanje o pojavu spletnega 
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nasilja in načinih, ki zmanjšujejo možnost, da otrok oz. mladostnik postane žrtev spletnega 
nasilja, deli tudi s starši. Slednji naj bi imeli znanje o tem, s kakšnimi strategijami lahko 
poskušajo preprečiti nastanek primerov spletnega nasilja in kako naj se odzovejo v primeru, 
da je njihov otrok oz. mladostnik žrtev ali storilec spletnega nasilja (Kowalski idr. 2012, str. 
165). Šola lahko staršem pri tem pomaga na način, da zanje organizira seminarje na temo 
varne, odgovorne in s tem tudi učinkovite rabe informacijsko-komunikacijske tehnologije in 
spleta ter na temo spletnega nasilja. Prav tako jim lahko posreduje določene brošure, letake, ki 
jih dobi od zunanjih institucij, ki se ukvarjajo s področjem spletnega nasilja, in jih usmeri na 
spletne strani, ki staršem ponujajo dodatne informacije o tem, kako lahko svojim otrokom 
pomagajo k čim bolj ustreznemu in varnemu delovanju na spletu (prav tam, str. 166). V 
kolikor z ustreznim znanjem opremimo tudi starše otrok in mladostnikov, povečamo možnost, 
da se bodo določene preventivne dejavnosti prenesle tudi v domače okolje in bomo s tem 




3.5 Obstoječe oblike pomoči 
 
V slovenskem prostoru obstaja nekaj spletnih strani, ki naslavljajo problem spletnega nasilja 
in varnosti na spletu. Učencem, staršem in šolam so tako na voljo spletne strani, ki so 
združene v okviru projekta Centra za varnejši internet. Slednjega izvajajo Fakulteta za 
družbene vede Univerze v Ljubljani, Zavod Arnes, Zveza prijateljev mladine Slovenije in 
Zavod MISSS (Mladinsko informativno svetovalno središče Slovenije), financiran pa je s 
strani Agencije INEA pri Evropski komisiji in Ministrstva za izobraževanje, znanost in šport 
(O centru b. l.). Center ponuja tri glavne storitve, in sicer točko osveščanja o varni rabi 
interneta in novih tehnologij Safe.si, svetovalno linijo za težave na spletu TOM telefon in 
anonimno spletno prijavo nezakonitih spletnih vsebin Spletno oko (prav tam).  
Safe.si je spletni portal, ki temelji na osveščanju otrok in mladih o varni rabi interneta in 
mobilnih naprav, torej o tem, kako varno uporabljati splet in tehnologijo, ter o tem, kako se 
pred tveganjem lahko zaščitijo (Končno poročilo Centra za varnejši internet 2012/2014 2015, 
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str. 8). Portal www.safe.si ponuja informacije, nasvete, gradiva, brošure, zloženke, videe, 
risanke, teste, vodiče in didaktične igre v zvezi s tematikami, ki se nanašajo na uporabo spleta 
in mobilnih naprav, kot so varovanje in zaščita zasebnosti na spletu in pri uporabi mobilnega 
telefona, spletni in mobilni bonton, spletno ter mobilno ustrahovanje, zasvojenost z novimi 
tehnologijami, zanesljivost spletnih virov in informacij, prepoznavanje škodljivih in 
nelegalnih vsebin ipd. (prav tam, str. 7). Vsa gradiva na portalu so razdeljena po sklopih glede 
na ciljno skupino (gradiva za otroke, najstnike, starše in učitelje). Poleg omenjenega Safe.si 
ponuja tudi izobraževanja za starše, strokovne delavce šol in tudi delavnice za učence. Vsako 
leto organizirajo in izvedejo tudi dogodek ob dnevu varne rabe interneta, ki se ga vsako leto 
praznuje na drugi torek v  mesecu februarju (prav tam, str. 28). Tako je letos dan varne rabe 
potekal pod sloganom »Ustvarjaj, povezuj in širi spoštovanje: Prijaznejši internet se začne s 
teboj« (Sporočilo za javnost … 2018). V Ljubljani pa so na Safe.si organizirali tudi 
izobraževalni seminar z naslovom »Novosti na področju (varne) rabe tehnologije, škodljivih 
spletnih vsebin ter tveganih vedenj« (prav tam).  
TOM telefon je svetovalna linija za otroke in  mladostnike, ki imajo kakršne koli težave, o 
katerih se želijo pogovoriti (Končno poročilo Centra za varnejši internet 2012/2014 2015, str. 
45). TOM telefon je brezplačen in anonimen ter deluje vsak dan od 12. do 20. ure, otroci in 
mladostniki v stiski pa od leta 2008 lahko vprašanja postavijo tudi preko spletnega obrazca, in 
sicer na spletni strani www.e-tom.si (prav tam). Na slednji lahko posameznik (tudi starš, 
učitelj, svetovalni delavec) bere tudi o drogah, šoli, družini, ljubezni, mladostništvu, spolnosti, 
nasilju in tudi varni rabi interneta ter mobilnih naprav oziroma se s Tom svetovalcem 
pogovori kar preko spletne klepetalnice. Tom svetovalci so prostovoljci, ki se za delo 
usposabljajo v okviru 22-urnega izobraževalnega programa. Nato pa se stalno dodatno 
izobražujejo preko predavanj in seminarjev ter preko izmenjevanja izkušenj z drugimi 
svetovalci (prav tam, str. 46). Glede na evalvacije, ki so jih na Tom telefonu opravili, lahko 
ugotovimo, da svetovalci največ vprašanj v povezavi z internetom dobijo na temo 
vzpostavljanja stikov preko spleta in glede potencialno škodljivih vsebin (nasilje, pornografija 
ipd.), kjer jih najbolj zanima, kako razrešiti situacijo, v kateri so se znašli (prav tam, str. 49). 
Nemalo otrok in mladostnikov pa prosi tudi za nasvete glede vrstniškega nasilja na spletu, 




Spletno oko kot zadnja izmed treh storitev Centra za varnejši internet predstavlja spletno 
prijavno točko, na kateri slovenski uporabniki interneta lahko anonimno prijavijo posnetke 
spolnih zlorab otrok in sovražni govor, ki se pojavi na spletu (Letno poročilo Spletno oko 
2016 in poročilo ob desetletnici prijavne točke, str. 11–12). Prijavna točka Spletno oko 
(dostopna na naslovu: www.spletno-oko.si) tesno sodeluje s policijo, ki ji posreduje vse 
potrebne informacije. Podano prijavo policiji pa posredujejo, ko usposobljeni pregledovalci 
prijavo pregledajo in ocenijo, da gre res za nezakonito vsebino. Po tem policija začne 
postopek preiskave, potek le-tega pa je odvisen od tega, kje je bila vsebina objavljena, ali gre 
torej za slovenski ali tuji strežnik (Končno poročilo Centra za varnejši internet 2012/2014 
2015, str. 66). Ne glede na nadaljnji potek postopka je glavni namen prijave čim hitrejša 
odstranitev sporne vsebine s spleta in onemogočanje ponavljajoče viktimizacije žrtve. Točka 
Spletno oko poleg tega, da omogoča anonimne prijave, letno organizira tudi posvete o 
spletnih zlorabah otrok, preko seminarjev in sestankov sodeluje z različnimi spletnimi portali, 
kot so 24ur.com, Delo, Dnevnik (Končno poročilo Centra za varni internet 2012/2014 2015, 
str. 79–86). Izdali pa so tudi priročnik Modri moderator moderira, ki je namenjen 
moderatorjem, ki jih zanima problematika sovražnega govora na spletu (prav tam, str. 87). 
Otroci, mladostniki, starši in strokovni delavci šol imajo tako na voljo vsaj tri točke, na katere 
se lahko obrnejo po informacije in pomoč v zvezi s spletnim nasiljem. Poleg omenjenih treh 
obstaja še nekaj spletnih strani, na katerih otroci, mladostniki, starši in pedagoški delavci 
lahko berejo o varni rabi interneta ter o vsem, kar je povezano s spletnim nasiljem. Eno izmed 
takšnih spletnih strani ima tudi zavod Varni internet (www.varniinternet.si), ki pa poleg 
nasvetov preko spletne strani nudi tudi predavanja, delavnice in izobraževanja, ki so tako 
klasična kot tudi spletna (Varni internet 2016). Njihovi izobraževalni programi pokrijejo 
praktično vse ciljne skupine, saj imajo oblikovane programe za otroke (od 6. do 11. leta 
starosti), najstnike (od 12. do 15. leta), mladostnike, odrasle, pedagoške delavce in tudi za 
podjetja oz. organizacije.  
Za izobraževanje šolskih strokovnih delavcev na področju spletnega nasilja je bil v obdobju 
od leta 2013 do leta 2015 izpeljan tudi projekt Cybermobbing (Cyberhelp.eu 2016). Gre za 
projekt, katerega temeljni cilj je bila vzpostavitev večjezične spletne strani cyberhelp.eu. Ta 
spletna stran je na začetku ponujala možnost nadaljnjega izobraževanja s področja spletnega 
nasilja za šolske strokovne delavce (prav tam). Slednji so na spletni strani lahko našli 
informacije in učne materiale, ki so jih lahko takoj uporabili pri delu z učenci. Materiali, ki so 
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bili v okviru tega projekta izoblikovani, strokovnim delavcem v šoli nudijo pomoč pri 
vključevanju tematike spletnega nasilja v učne načrte in s tem tudi podporo pri preventivnem 
delovanju na tem področju (prav tam). Predvsem pa si je projekt prizadeval za to, da se 
strokovne delavce izobrazi do te mere, da bodo lahko na šolah delovali preventivno in da 
bodo vedeli, kako naj v konkretnem primeru najučinkoviteje reagirajo oz. kako lahko nudijo 
podporo tako žrtvi kot tudi storilcu v primeru, da se spletno nasilje zgodi v šolskem prostoru 
(Cyberhelp.eu 2016).  
Od leta 2015 do leta 2017 je prav tako v okviru združenja Cyberhelp.eu stekel še projekt, 
imenovan »Poglej-spletno trpinčenje, seksting, poziranje, nadlegovanje v socialnem in 
mladinskem delu«. Slednji projekt je povzročil, da se spletna stran Cyberhelp.eu, ki je bila 
vzpostavljena že v okviru prej omenjenega projekta »Cybermobbing«, še dodatno bogati, širi 
predvsem na ravni ponudbe storitev in materialov, ki jih ponuja (Cyberhelp.eu 2016). Slednja 
ponuja osnovne informacije o spletnem nasilju (kaj je, v kakšnih oblikah se pojavlja, kako ga 
prepoznamo, kako lahko ukrepamo ipd.), gradiva, s pomočjo katerih si učitelji in strokovni 
delavci šole lahko pomagajo pri delu z otroki/mladostniki, video posnetke mnenj in izkušenj 
tako domačih kot tudi tujih šolskih svetovalnih delavcev in navedbe iz slovenske zakonodaje, 
ki se nanašajo na spletno nasilje (prav tam). Omenjeni projekt se je torej zaključil leta 2017. 
Izvajalci kot rezultat projekta navajajo že omenjeno spletno stran z modulom usposabljanja 
pedagogov ter aktivno vključevanje politike, ki pripomore k ustvarjanju pogojev za zaščito 
otrok v digitalnem svetu (prav tam).  
Program pomoči za otroke in mladostnike, ki so žrtve spletnega nasilja, nudijo tudi v Centru 
pomoči pri prekomerni rabi interneta Logout. Program se imenuje Logout&SpeakOut in 
zajema individualno podporo ter svetovanje otrokom in mladostnikom, ki so soočeni s 







4 Šolska svetovalna služba in obravnava spletnega nasilja 
 
4.1 Temeljna opredelitev šolske svetovalne službe 
 
Šolska svetovalna služba je del osnovnega šolstva že nekaj desetletij in danes si osnovno šolo 
brez nje težko predstavljamo. V našem prostoru je teoretične temelje šolskega svetovalnega 
dela v 60. letih postavil pedagog dr. Franc Pediček. Slednji je večkrat poudaril, da je šolsko 
svetovalno delo ena najbolj edukacijsko svetlih in uspešnih novosti v našem šolskem sistemu 
od začetkov pa vse do danes (Pediček 1992, str. 357).  
Koncept šolskega svetovalnega dela, kot ga poznamo danes, se je v vrtcih, osnovnih in 
srednjih šolah pojavil v letu 1999 in je bil osnova za oblikovanje prvih Programskih smernic 
svetovalne službe v osnovni šoli (1999), znotraj katerih je podana tudi temeljna opredelitev 
šolske svetovalne službe.  
Šolska svetovalna služba je znotraj Programskih smernic za svetovalno službo v osnovni šoli 
(1999, str. 5, 2008, str. 6) opredeljena kot podsistem šole, ki si prizadeva za uresničevanje 
temeljnega cilja šole kot celote; to pomeni, da si prizadeva za »optimalni razvoj otroka ne 
glede na spol, socialno in kulturno poreklo, veroizpoved, narodno pripadnost ter telesno in 
duševno konstitucijo« (prav tam, str. 5). Šolska svetovalna služba v skladu s svojo strokovno 
usposobljenostjo tako v sodelovanju z drugimi strokovnimi delavci znotraj in zunaj (tj. z 
zunanjimi institucijami) šole skrbi za vzpostavljanje, zagotavljanje in vzdrževanje pogojev, ki 
vsakemu učencu omogočajo optimalni razvoj znotraj šole (prav tam, str. 6), kar pomeni, da 
posameznikom in skupinam preko tako imenovanega svetovalnega odnosa na strokovno 
avtonomni način nudi pomoč in  podporo, ki jo potrebujejo (prav tam, str. 5–9).  
Svetovalni odnos je pojem, ki je temeljno strokovno izhodišče svetovalne službe v šoli in po 
katerem je svetovalna služba tudi poimenovana. Gre za posebni strokovni pristop, ki zajema 
najrazličnejše oblike in metode dela svetovalne službe in temelji na dogovoru z vsakim 
posameznim udeležencem. Preko svetovalnega odnosa si svetovalna služba prizadeva 
vzpostaviti, razvijati in vzdrževati možnosti ustvarjalnega soočanja in sodelovanja vseh 
udeležencev v projektu pomoči ali sodelovanja na šoli (prav tam, str. 8). Svetovalna služba 
mora torej delovati celostno (mora upoštevati posameznika kot osebnost in njegovo ožje ter 
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širše socialno okolje), kompleksno in tudi strokovno avtonomno (prav tam, str. 13), saj je pri 
svojem delu strokovno avtonomna in mora, ko gre za strokovna vprašanja, vedno posredovati 
korektna strokovna mnenja, se držati temeljnih načel svetovalnega dela in poklicnega etičnega 
kodeksa ne glede na mnenja in/ali pričakovanja ostalih zaposlenih znotraj vzgojno-
izobraževalne ustanove (prav tam, str. 8). Na ta način svetovalna služba prispeva tudi k 
strokovni avtonomiji šole kot celote.  
Delo svetovalne službe je zaradi kompleksne povezanosti pedagoških, socialnih in 
psiholoških vprašanj zasnovano interdisciplinarno, zato je pri opredelitvi svetovane službe v 
šoli pomembno izpostaviti sodelovanje svetovalnih delavcev različnih strokovnih profilov v 
timu kot tudi sodelovanje le-teh z drugimi strokovnimi sodelavci v šoli in zunaj nje, tj. 
zunanjih institucij (prav tam, str. 7).  
Šolski svetovalni delavci so v skladu z zapisom v Programskih smernicah (2008, str. 17) po 
strokovnem profilu lahko psihologi, pedagogi, socialni pedagogi, socialni delavci, specialni 
pedagogi in drugi profili, določeni znotraj Pravilnika o izobrazbi učiteljev in drugih 
strokovnih delavcev v izobraževalnem programu osnovne šole (2011). Ne glede na strokovni 
profil so vsi svetovalni delavci strokovno usposobljeni za opravljanje svetovalnega dela v šoli, 
Programske smernice (2008) pa jim služijo kot osnova oz. skupni okvir za konkretno 
strokovno delo. Vsak svetovalni delavec s pomočjo le-teh v skladu s svojo strokovno 
usposobljenostjo, upoštevajoč posebnosti in vsakokratne potrebe šole in vseh njenih 
udeležencev, izbere in opredeli »svoj posebni strokovni delež oziroma prispevek svetovalne 
službe v šoli« (prav tam, str. 17). To je naloga prav vsakega svetovalnega delavca, 
zaposlenega v šolski svetovalni službi. Zato je pomembno, da se vsak svetovalni delavec tudi 
nenehno strokovno izpopolnjuje in preverja svojo strokovno usposobljenost. 
Resman s sodelavci (1999, str. 68) navede tudi tri osnovne funkcije svetovalne službe, kamor 
sodijo svetovanje, posvetovanje in koordinacija. 
Svetovanje je najpogostejši in najbolj neposreden način dela, ki lahko poteka individualno ali 
skupinsko. Gre torej za neposreden način pomoči posameznim učencem, oddelkom ali večjim 
skupinam otrok. Svetovalni delavec učencem nudi pomoč, ki je usmerjena v reševanje 
različnih vprašanj in problemov s področja šolskega dela oz. učenja ali v reševanje osebnih in 
socialnih problemov. Za to vrsto dejavnosti je tako pomembno, da ima svetovalni delavec 
znanje o razvoju človeka, njegove osebnosti, medosebnih odnosov ter tudi zmožnost 
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reševanja problemov, sposobnost sprejemanja odločitev, vzpostavljanja zaupanja in zmožnost 
vodenja svetovalnega procesa (Resman idr. 1999, str. 70). 
Posvetovanje pomeni sodelovanje s tretjo osebo, to so učitelji, starši, vodstvo šole in drugi, ki 
skrbijo za delo in razvoj učenca (Resman idr. 1999, str. 70). Svetovalni delavec se z drugimi 
posvetuje, jim pomaga pri reševanju različnih problemov in vprašanj v dobro učenca oz. 
skupine učencev, od samih učencev pa je v tem primeru šolski svetovalni delavec nekoliko 
odmaknjen. Njegova funkcija je predvsem pomoč pri ocenjevanju dela posameznikov ali 
skupin učencev, pri vodenju učnega procesa, sodelovanju s starši idr. Torej nudi pomoč 
učiteljem pri vzgojno-izobraževalnem delu, da bi skupaj uspešno delali z učencem/učenci 
(prav tam, str. 71). 
Koordinacija kot zadnja od temeljnih funkcij šolske svetovalne službe je proces, v katerem 
svetovalec koordinira sodelovanje s starši in širšo skupnostjo. Svetovalni delavec prevzame 
upravljanje in vodenje posameznih aktivnosti in programov, skupaj s starši, učitelji in tudi z 
zunanjimi institucijami sodeluje v timih in raznih projektih. Pomen koordinacijske vloge 
svetovalnega delavca se še posebej izpostavlja v okviru vstopa otrok v šolo, pri šolskem in 
poklicnem usmerjanju, projektih vzgojnega dela ipd. Seveda mora biti za to svetovalni 
delavec tudi ustrezno usposobljen, in sicer mora poznati šolo kot socialni sistem, razvito mora 
imeti tako sposobnost poseganja v ta sistem kot tudi sposobnost razvijanja in evalvacije 
individualnih ali skupinskih programov (prav tam). 
Šolska svetovalna služba torej nagovarja vse udeležence znotraj šole, tj. otroke in njihove 
starše, učitelje, vodstvo šole in tudi strokovne sodelavce, zaposlene v različnih zunanjih 
institucijah. Ključno pri tem je, da je vsem udeležencem enako dostopna in je njena 
dostopnost vsem tudi dovolj dobro razvidna (Programske smernice … 2008, str. 16).  
Šolska svetovalna služba je torej strokovni sodelavec v šoli, ki se vključuje v reševanje 
različnih pedagoških, psiholoških in socialnih vprašanj vzgojno-izobraževalnega dela (prav 
tam) in je na ta način »tisto posebno mesto pomoči in sodelovanja v šoli, kjer se vsakokrat 
mobilizirajo strokovne in človeške moči za pomoč in podporo učencem s ciljem, da se 
vsakokrat znova zagotovi optimalne pogoje za njihovo napredovanje v razvoju in učenju« 
(prav tam, str. 16). Povedano drugače: svetovalna služba s šolo sodeluje že v izhodišču, od 
načrtovanja, vzpostavljanja do vzdrževanja ustreznih pogojev za varno in spodbudno vzgojno-
izobraževalno okolje, ki otroku omogoča optimalno napredovanje. Zato svetovalne službe v 
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šoli tako ne moremo razumeti kot strokovni servis, ki interventno priskoči na pomoč samo ob 
raznih težavah in motnjah, ampak kot strokovnega sodelavca v šoli, ki skupaj z drugimi 
strokovnimi delavci znotraj šole oblikuje vsakdanje šolsko življenje (prav tam, str. 9). Šolska 
svetovalna služba torej ni izven sistema ali nad njim, ampak je del vzgojno-izobraževalne 
ustanove, znotraj katere in za katero opravlja svoje delo (prav tam, str. 6). 
 
4.2 Osnovne vrste dejavnosti šolske svetovalne službe 
 
Šolska svetovalna služba svoje delo v šoli opravlja preko treh osnovnih vrst dejavnosti, ki so 
med seboj povezane in pogosto tudi tesno prepletene. Gre za dejavnosti pomoči, razvojne in 
preventivne dejavnosti ter dejavnosti načrtovanja in evalvacije (Programske smernice 2008, 
str. 14). 
V okviru dejavnosti pomoči šolska svetovalna služba preko različnih dejavnosti, nalog in 
projektov, ki jih izvaja, pomaga vsem udeležencem vzgojno-izobraževalnega dela v šoli, pri 
katerih se pojavi potreba po pomoči (prav tam, str. 15). Svetovalni delavci znotraj šolske 
svetovalne službe tako nudijo najrazličnejše neposredne oblike dajanja pomoči posamezniku 
ali skupini in tudi posredne strokovne aktivnosti, potrebne znotraj ali zunaj šole (prav tam).  
Poleg dejavnosti pomoči šolska svetovalna služba udeležencem vzgojno-izobraževalnega dela 
znotraj šole zagotavlja pomoč in podporo tudi preko razvojnih in preventivnih dejavnosti 
(Programske smernice 2008, str. 15). Šolska svetovalna služba spremlja in ugotavlja obstoječe 
stanje na šoli, sodeluje pri načrtovanju sprememb in izboljšav v vzgojno-izobraževalnem 
procesu ter vodi in koordinira različne razvojne, inovativne in preventivne projekte na šoli 
(prav tam). Za slednje je pomembno, da niso usmerjeni zgolj na posameznika ali skupino, 
ampak tudi na odstranjevanje ovir in vzpostavljanje ustreznih pogojev znotraj vzgojno-
izobraževalnega okolja (prav tam).  
Z nudenjem pomoči in z razvojno preventivnimi dejavnostmi pa je tesno povezana tudi tretja 
vrsta osnovnih dejavnosti šolske svetovalne službe, in sicer gre za dejavnost načrtovanja in 
evalvacije (prav tam). Le-te dejavnosti so namreč tiste, ki svetovalni službi omogočajo 
celostni in nenehni prispevek pri reševanju individualnih, skupinskih in drugih kompleksnih 
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problemov, ki se pojavljajo v šolskem prostoru (prav tam). Potem takem so torej osnovni 
pogoj za kakovostno opravljeno delo in razvoj svetovalne službe in šole v celoti (prav tam). 
Vse navedene osnovne vrste dejavnosti šolske svetovalne službe so za šolsko svetovalno 
službo enako pomembne (prav tam, str. 18). Preko njih pomaga vsem udeležencem vzgojno-
izobraževalnega procesa, torej učencem, učiteljem, vodstvu, staršem. Z njimi sodeluje tudi na 
petih področjih vsakdanjega življenja in dela v šoli. To so učenje in poučevanje; šolska 
kultura, vzgoja, klima in red; telesni, osebni (spoznavni in čustveni) in socialni razvoj; šolanje 
in poklicna orientacija ter socialno-ekonomske stiske (prav tam). Vsako od teh področij 
obsega delo z učenci, delo z učitelji, delo s starši, delo z vodstvom in delo z zunanjimi 
institucijami (prav tam). 
Pri delu z učenci svetovalni delavec na vseh področjih izhaja predvsem iz načela dobrobiti, 
prostovoljnosti in zaupanja, načela celostnega pristopa in načela sodelovanja v svetovalnem 
odnosu. Delo lahko poteka bodisi individualno bodisi skupinsko, pri čemer pa sta poudarjeni 
predvsem preventivna dejavnost in obravnava oz. nudenje pomoči (prav tam). 
Tudi delo z učitelji lahko poteka individualno ali skupinsko. Glede na to, da vsak učitelj v 
reševanje in preprečevanje težav vstopa s svojim znanjem in védenjem, je poudarek na 
»posvetovalnem delu z namenom preventive ali intervencije, skupnega načrtovanja, izvajanja 
in evalvacije dela v šoli« (prav tam). Šolski svetovalni delavec se pri delu z učitelji zato opira 
predvsem na načelo interdisciplinarnosti, načelo celostnega pristopa in načelo sodelovanja v 
svetovalnem odnosu (prav tam). 
Podobno kot pri učiteljih je tudi pri delu s starši svetovalni delavec usmerjen k posvetovalnem 
delu, s pomočjo katerega želi doseči zagotavljanje preventive in/ali ustrezne intervencije ter 
za šolsko delo pomembno načrtovanje. Delo s starši lahko poteka individualno ali skupinsko, 
pri njem pa svetovalni delavec izhaja iz načela zaupnosti in prostovoljnosti, načela celostnega 
pristopa in načela sodelovanja v svetovalnem odnosu (prav tam, str. 19). 
Z vodstvom svetovalni delavec najpogosteje sodeluje v okviru preučevanja učnih in vzgojnih 
procesov znotraj konkretne šole. Glavni namen pri tem je načrtovanje poseganja v omenjene 
procese. Tudi pri delu z vodstvom je v ospredju posvetovalno delo in upoštevanje načela 
strokovne avtonomnosti, aktualnosti, razvojne usmerjenosti, načela interdisciplinarnosti, 
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strokovnega sodelovanja in povezovanja ter načela sodelovanja v svetovalnem odnosu (prav 
tam).  
Svetovalni delavci znotraj šolske svetovalne službe pri svojem delu sodelujejo tudi z 
zunanjimi ustanovami, kot so vrtci, druge osnovne in srednje šole, svetovalni centri, 
zdravstveni domovi ter druge zdravstvene institucije ter organizacije, Zavod RS za 
zaposlovanje, centri za socialno delo, Zavod RS za šolstvo ipd. Pri delu z njimi šolski 
svetovalni delavec upošteva predvsem načelo celostnega pristopa, načelo interdisciplinarnosti, 
strokovnega sodelovanja in povezovanja ter načelo strokovne avtonomije (prav tam). 
Svetovalno delo torej zajema delo in sodelovanje svetovalnega delavca z različnimi akterji 
šole. To je bilo pri nas postavljeno že v sami konceptualni zasnovi šolskega svetovalnega 
dela. Resman (1999, str. 68–69) izpostavi, da šolsko svetovalno delo ni bilo nikoli mišljeno 
zgolj kot svetovanje in pomoč učencem pri osebnostnem razvoju, učenju in spreminjanju, 
ampak tudi kot zagotavljanje posredne pomoči preko sodelovanja s posamezniki in 
institucijami v skupnosti. Sodelovanje je pri tem razumljeno kot partnerstvo več medsebojno 
enakovrednih posameznikov oz. institucij, ki si delijo cilje sodelovanja in vzpostavijo zaupen 
odnos, znotraj katerega delijo vire, moč in odgovornost (Sheridan idr. 2002, str. 2). Glavni 
namen njihovega medsebojnega sodelovanja je oblikovanje ustreznih pogojev, tj. fizično in 
socialno okolje ter ustrezni vzgojno-izobraževalni proces za otrokov celostni razvoj (Resman 
1999, str. 68–69). Torej kakovostno sodelovanje šolske svetovalne službe s kolektivom šole, 
oddelki, vodstvom šole, starši in zunanjimi institucijami prinaša tako korist v  razvoju in 
uspehu učencev kot tudi prednosti in zadovoljstvo staršem, učiteljem, šoli in širši skupnosti 
(Thompson 2012 v Gregorčič Mrvar in Mažgon 2016, str. 39). 
 
4.3 Vloga šolske svetovalne službe pri obravnavi spletnega nasilja 
 
Svetovalni delavci šolske svetovalne službe so strokovno usposobljeni za vodenje svetovalnih 
pogovorov in za delo tako s posameznikom kot tudi s skupino ali oddelkom ter imajo 
določene spretnosti, ki jim omogočajo skrb tako za preventivne kot tudi kurativne dejavnosti 
ob različnih problemih, s katerimi se soočajo udeleženci vzgojno-izobraževalnega procesa 
(Programske smernice … 2008, str. 11; Pečjak in Košir 2012, str. 98). K slednjim vsekakor 
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spada tudi problem medvrstniškega nasilja. Šolski svetovalni delavci so tako lahko ena izmed 
oseb, na katero se žrtev, starši in/ali drugi strokovni delavci šole obrnejo po pomoč v primeru 
katere koli oblike medvrstniškega nasilja, torej tudi v primeru spletnega nasilja kot posebne 
vrste medvrstniškega nasilja (Lešnik Mugnaioni idr. 2016, str. 22). 
Šolski svetovalni delavci pa se zaradi pomanjkanja jasnih politik in strategij ravnanja na 
področju spletnega nasilja pogosto znajdejo v dilemi, kdaj se lahko odzovejo in kako naj se 
odzovejo, ko se problem medvrstniškega spletnega nasilja pojavi med učenci na šoli. Vendar 
C. S. Bhat (2008, str. 60) na tem mestu jasno zapiše, da se morata šola in šolska svetovalna 
služba znotraj nje, izhajajoč iz njunega temeljnega cilja in nalog, nujno odzvati na pojav 
spletnega nasilja, ne glede na to, ali se je to zgodilo v šoli ali izven nje. Posledice spletnega 
nasilja se namreč odražajo tudi na področju šolskega dela otroka oz. mladostnika, zato je 
sprenevedanje in neodzivanje na pojav spletnega nasilja s strani šolske svetovalne službe po 
mnenju avtorice nedopustno (prav tam). 
Znotraj Protokola ob zaznavi in za obravnavo medvrstniškega nasilja v vzgojno-
izobraževalnih zavodih (2015, str. 6, 22) je zapisano, da je šolski svetovalni delavec tisti, ki v 
primeru pojava medvrstniškega nasilja oblikuje in vodi interni tim znotraj vzgojno-
izobraževalnega zavoda. Slednjega poleg šolskega svetovalnega delavca sestavljajo razrednik 
otroka oz. mladostnika, ki je žrtev ali povzročitelj (spletnega) nasilja, ravnatelj in po potrebi 
še drugi strokovni delavci vzgojno-izobraževalnega zavoda (prav tam, str. 6, 21). Svetovalni 
delavec izvede svetovalni razgovor tako z žrtvijo kot tudi s storilcem, v kolikor je ta znan. Na 
osnovi tega skupaj z ostalimi člani tima izdela načrt pomoči za žrtev nasilja in načrt 
obravnave ter vzgojnega ukrepanja za storilca nasilja. Poleg tega načrtuje še delo s starši, 
vrstniki žrtve in storilca ter sodeluje z zunanjimi institucijami (prav tam, str. 22).  
4.3.1 Delo z žrtvijo  
D. Lešnik Mugnaioni s sodelavci (2016, str. 22) poda naslednja priporočila, kako naj šolski 
svetovalni delavci ravnajo v primeru zaznave medvrstniškega spletnega nasilja.  
V primeru, da je svetovalni delavec tisti, ki zazna nasilje, mora najprej vedno poskrbeti za 
zaščito žrtve in o problemu obvestiti vse pristojne, torej ravnatelja in razrednika učenca. 
Predvsem je pomembno, da se svetovalni delavec z žrtvijo pogovori, jo pomiri in ji nudi 
čustveno podporo. D. Lešnik Mugnaioni s sodelavci (2016, str. 7) pravi, da gre pri tem za t. i. 
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takojšnjo intervencijo, kateri sledi procesna intervencija, znotraj katere svetovalni delavec 
izpelje svetovalne razgovore in načrtuje potek dela s posameznikom, skupino ali oddelkom. 
Tako po zaščiti žrtve spletnega nasilja svetovalni delavec s slednjo vodi svetovalni razgovor, 
v katerem se svetovalni delavec drži osnovnih načel zaupnega pogovora (Lešnik Mugnaioni 
idr. 2016, str. 24). To pomeni, da otroku verjame, da je žrtev nasilja, da mu pove, da je to, kar 
doživlja, nasilje in mu pojasni, da ni prav, da se mu je to zgodilo. Nadalje ga poskuša 
razbremeniti občutka krivde, mu dovoli, da izrazi vsa čustva in nikoli ne opravičuje nasilja 
nad njim (prav tam). Ko je žrtev pripravljena na pogovor o dogajanju, ji zastavi odprta 
vprašanja in jo posluša. Pri tem je pomembno, da ji vedno pusti dovolj časa in je ne prekinja 
(prav tam, str. 25). Kar žrtev pove svetovalnemu delavcu, ta ne sme posploševati niti 
vrednotiti. Lahko pa žrtev spodbuja z medmeti ali povzema povedano, da le-ta lažje nadaljuje 
s pripovedovanjem. Prav tako lahko svetovalni delavec žrtev pohvali za pogum. Šolski 
svetovalni delavec mora biti pozoren tudi na neverbalna sporočila žrtve (prav tam). 
Pri svetovalnem razgovoru je pomembno, da šolski svetovalni delavec jasno opredeli 
problem, žrtev opolnomoči tako, da ji nudi čustveno in moralno podporo, jo ozavešča in 
informira o problematiki spletnega nasilja in skupaj z njo išče rešitve, torej pripravi načrt 
delovanja (prav tam).V kolikor je izvedeno dejanje spletnega nasilja znotraj kazenskega 
zakonika opredeljeno kot kaznivo dejanje, mora svetovalni delavec žrtvi pojasniti, da je 
dejanje potrebno prijaviti policiji (Roberts in Coursol 1996 v Shemon 2009, str. 28). S tem 
poskrbi, da se žrtev ne počuti izdane s strani odraslih oseb, ki jim je težavo zaupala.  
Poleg svetovalnega pogovora svetovalni delavec lahko žrtvi pomaga tudi s tem, da jo 
opolnomoči s strategijami spoprijemanja z nasiljem in jo uči konkretnega odzivanja na nasilna 
dejanja s pomočjo igre vlog. Slednjo izvede tako, da praviloma najprej sam modelira ustrezno 
vedenje v situaciji in nato k odkrivanju najprimernejšega načina odzivanja v podobnih 
situacijah usmerja še učence (prav tam; Pečjak 2014, str. 119). Preko tega naj bi šolski 
svetovalni delavec učence seznanil s situacijami, ki terjajo odziv, s prednostmi in slabostmi 
vključenosti posameznika v spletno skupnost ter jih opozoril na spletne aktivnosti, ki jih 
izpostavljajo temu, da postanejo žrtev spletnega nasilja (Mason 2008 v Shemon 2009, str. 29). 
Šolski svetovalni delavec naj bi tako žrtvi pomagal razviti tudi osebna vodila pri uporabi 
spleta (prav tam).  
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Žrtev medvrstniškega spletnega nasilja se pogosto umakne v samoto, se izolira od vrstnikov, 
zato potrebuje tudi pomoč pri ponovnem vključevanju v šolsko skupnost in razvoju občutka 
pripadnosti le-tej. Navedeno šolski svetovalni delavec lahko doseže s pomočjo aktivnosti, ki 
spodbujajo razvoj socialnih veščin in zmanjšujejo socialno izoliranost žrtve ter ji pomagajo 
pri izgradnji pozitivne samopodobe (Chibbaro 2007, str. 67). Prav tako naj bi šolski 
svetovalni delavec za žrtev pripravil aktivnosti, ki prispevajo k razvoju asertivnosti in 
spodbujajo pozitivne vzorce vedenja žrtve. S tem se namreč zmanjšuje možnost oz. tveganje, 
da bi posameznik zopet postal žrtev medvrstniškega spletnega nasilja (prav tam).  
4.3.2 Delo s povzročiteljem  
V kolikor se odkrije povzročitelja oz. storilca spletnega nasilja, naj bi svetovalni delavec 
svetovalni pogovor izpeljal tudi z njim. Roberts in Morotti (2000 v Shemon 2009, str. 27)  
priporočata, naj v pogovoru svetovalni delavec storilcu da priložnost, da predstavi svojo 
perspektivo dogajanja, tj. da storilec pojasni svoja ravnanja. Avtorja dodajata, naj svetovalni 
delavec storilca preko tega usmerja k zavedanju neustreznosti njegovih ravnanj in k 
sprejemanju odgovornosti. Glavni cilj pogovora šolskega svetovalnega delavca in storilca je 
torej ta, da storilec sprejme odgovornost za storjeno dejanje spletnega nasilja in prevzame 
posledice svojega ravnanja (Lešnik Mugnanion 2016, str. 25).  
V kolikor je storilec spletnega nasilja storil dejanje, ki je opredeljeno kot kaznivo dejanje, je 
tudi njemu potrebno pojasniti, da moramo dejanje prijaviti policiji in v obravnavo vključiti 
center za socialno delo (CSD) ali ga usmeriti v zunanjo strokovno institucijo, če je to 
potrebno (prav tam). 
Nadalje šolski svetovalni delavec lahko storilcu s pomočjo treninga socialnih veščin pomaga 
pri iskanju ustreznih načinov vstopanja v interakcijo z drugimi osebami preko informacijsko-
komunikacijske tehnologije (Chibbaro 2007, str. 67). Prav tako mu lahko pomaga s tem, da ga 
uči strategij obvladovanja jeze, hitrega in nepremišljenega odzivanja ter ustreznih načinov 
izražanja čustev (Johnson 2011, str. 6). K postopku naj vključi tudi učitelje in starše, saj bo le 
tako možno izoblikovati podporno okolje za storilca v šolskem in domačem okolju. Ključno 
pri delu s storilcem spletnega nasilja pa je, da se mu zagotovi dolgoročno podporo in 
svetovanje (prav tam, str. 5). Šolski svetovalni delavec mora tako v sodelovanju z ostalimi 
strokovnimi delavci znotraj in zunaj šole ter s starši poskrbeti za vire, ki jih potrebuje za 
učinkovito delo s storilcem. Pri slednjem svetovalni delavec želi doseči pozitivno spremembo 
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v njegovem vedenju, kot zapišeta Roberts in Moratti (2000 v Shemon 2009, str. 28), družbeno 
bolj sprejemljivo ravnanje pri uporabi informacijsko-komunikacijske tehnologije.  
4.3.3 Delo z opazovalci (vrstniki)  
Pomembno delo šolskega svetovalnega delavca je tudi delo z vrstniki, saj ima medvrstniško 
nasilje v kateri koli obliki vedno vpliv tudi na dinamiko oddelka. Delo z vrstniki svetovalni 
delavec običajno načrtuje v okviru ur oddelčne skupnosti, lahko pa se na to tematiko izvedejo 
tudi dnevi dejavnosti (Lešnik Mugnanion 2016, str. 26). Preko aktivnosti, ki jih svetovalni 
delavec izvaja bodisi tekom ur oddelčne skupnosti bodisi tekom dni dejavnosti v povezavi s 
spletnim nasiljem, se vrstnike storilca in žrtve spletnega nasilja poskuša opolnomočiti na 
področju strategij poseganja v spletno nasilje, če so priča le-temu. Prav tako pa se s pomočjo 
izvajanja različnih aktivnosti poskuša pri učencih doseči tudi razvoj višje stopnje empatije in 
prosocialnega vedenja (Shemon 2009, str. 23). 
D. Lešnik Mugnanion (2016, str. 26) pri tem poudarja, da je glavni namen dela z vrstniki to, 
da vsi učenci razumejo, kako pomembna je njihova vloga pri preprečevanju nasilja v oddelkih 
in na šoli nasploh, da sprejmejo sporočilo, da je nasilje v kateri koli obliki nesprejemljivo in 
da spoznajo različne oblike medvrstniškega nasilja ter pomen, ki ga ima kontekst oddelka pri 
te-teh (prav tam).  
Delo z vrstniki je pomembno tudi zato, ker podpora vrstnikov glede na izvedene raziskave 
(Cowie 2000; Naylor in Cowie 1999; Stacey 2000 v Pečjak 2014, str. 199) pomembno 
pripomore k zmanjševanju medvrstniškega nasilja v šoli. Vrstniki so namreč za otroka, še 
posebej pa za mladostnika pomembna referenčna skupina, kateri svoje težave zaupa prej kot 
odrasli osebi. Vrstniki so na ta način tisti, ki bodo pojavljanje medvrstniškega spletnega 
nasilja zaznali prej kot odrasli, zato je, kot smo že omenili, pomembno, da se jih tekom ur 
oddelčne skupnosti ali dni dejavnosti opolnomoči s strategijami poseganja v spletno nasilje 
(prav tam). 
Pomoč in podpora, ki jo vrstniki lahko nudijo, je pomembna tako za žrtev, kateri vrstniki 
pomagajo pri spoprijemanju z medvrstniškim nasiljem, kot tudi za storilca, kateremu vrstniki 
pomagajo pri spreminjanju neustreznih oblik vedenja. Na to, kako pomembno je delo z 
vrstniki v oddelku, opozarja tudi Resman (2007, str. 127). Oddelek je okolje, v katerem 
učenec lahko dobi pomoč in podporo, da neustrezne oblike vedenja zamenja s 
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sprejemljivejšimi oblikami vedenja. Prav tako je oddelek prostor, ki učencu omogoča, da 
skozi skupinske izkušnje pri svojem ravnanju postane bolj avtonomen (prav tam). Zato je 
torej tudi delo z vrstniki pomemben vidik dela šolskega svetovalnega delavca znotraj 
obravnave primera spletnega nasilja. 
4.3.4 Delo s starši  
Na razvoj otroka in mladostnika vplivajo različni mikrosistemi, kot že omenjeni vrstniki, 
družina, šola, prijateljske skupine ipd., med katerimi je pomembna predvsem medsebojna 
povezanost in sodelovanje. C. Peklaj in S. Pečjak (2015, str. 287) izpostavljata pomen 
povezanosti med družino in šolo ter skladno delovanje le-teh. Gre namreč za dva 
mikrosistema, v katerih otrok oz. mladostnik preživi največ časa in na ta način močno 
vplivata na njegov razvoj in delovanje. Sodelovanje šole in staršev je torej ena temeljnih 
nalog šole, pri kateri ima pomembno vlogo predvsem šolska svetovalna služba. Šolski 
svetovalni delavci so, izhajajoč iz osnovnih dejavnosti, ki jih opravljajo v šoli, glavni 
pobudniki povezovanja in sodelovanja med šolo in starši (Gregorčič Mrvar in Mažgon 2016, 
str. 41).  
To poudarja že G. Čačinovič Vogrinčič (1999, str. 176), ki zapiše, da je prav šolski svetovalni 
delavec tisti, ki mora nagovoriti starše k sodelovanju, in sicer na način, da nihče od staršev ne 
bo izključen. Dostopen mora biti vsem staršem, prav tako pa mora biti tudi fleksibilen, kar 
pomeni, da starši lahko brez težav pridejo do njega. Šolska svetovalna služba naj bi bila na ta 
način mesto zbliževanja, povezovanja, izmenjave izkušenj ter medsebojne pomoči in podpore 
staršev in strokovnih delavcev šole (Christenson 1995 v Kalin idr. 2009, str. 96).  
Medsebojno sodelovanje staršev, šole in šolske svetovalne službe je nujno na vsaj dveh 
ravneh (Čačinovič Vogrinčič 1999, str. 175), in sicer: 
1. na ravni podpore in dela šole nasploh, natančneje v okviru izvajanja skupnih 
dejavnosti, programov, projektov, nudenja materialne podpore ipd. Od šole namreč ne 
moremo pričakovati, da bo lahko sama v celoti poskrbela za kakovostno vzgojno-
izobraževalno delo, zato je vzpostavitev, negovanje in vzdrževanje sodelovanja s starši 
na tem mestu nujno potrebno (prav tam). Patterson (2008, str. 453) zato poudarja 
razvoj procedur in dejavnosti, ki omogočajo vključevanje staršev v delo šole, 
vzpostavitev načinov stalnega posredovanja pomembnih in uporabnih informacij 
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staršem ter periodičnega obveščanja staršev o socialnem, čustvenem, učnem in 
drugem napredku njihovih otrok; 
 
2. na ravni podpore in dela z učenci, ki potrebujejo pomoč. Starši so pomembni 
sogovorniki in partnerji v okviru svetovalnega in posvetovalnega dela svetovalnega 
delavca, ko se le-ta sreča s primeri težav in stisk učencev (Čačinovič Vogrinčič 1999, 
str. 175). V primeru, ko je učenec v stiski in ne more normalno delati, ko nima 
spodbudnega okolja znotraj šole in ko učencu niti starši ne znajo ali ne morejo več 
pomagati, je medsebojno sodelovanje in partnerstvo šole in staršev nujno. Takšne 
težave je namreč mogoče rešiti le s skupnim reševanjem. Uspešno skupno reševanje pa 
predpostavlja model partnerskega sodelovanja staršev in svetovalnega delavca (Peklaj 
in Pečjak 2015, str. 299). Za vzpostavitev slednjega je pomembno, da svetovalni 
delavec predstavi svoje delo in vlogo staršem, le tako namreč starši vedo, kaj lahko od 
njega pričakujejo in na kakšen način se lahko nanj obrnejo. Partnerstvo med 
svetovalnim delavcem in starši pri reševanju problemov predvideva delitev 
ekspertnosti in odgovornosti svetovalnega delavca in staršev ter temelji na 
medsebojnem spoštovanju, dvosmerni komunikaciji, vzajemni podpori in skupnem 
odločanju (prav tam). 
 
C. Peklaj in S. Pečjak (2015, str. 305) navajata, da se svetovalni delavec sicer s starši srečuje 
tako znotraj dejavnosti pomoči kot tudi razvojnih in preventivnih dejavnostih ter dejavnostih 
načrtovanja in evalvacije, a pri tem izpostavita, da je sodelovanje staršev in svetovalnega 
delavca najpogostejše na ravni dejavnosti pomoči. V kolikor se učenec znajde v stiski, starši 
in šolski svetovalni delavec medsebojno sodelujejo predvsem preko individualnih pogovorov, 
znotraj katerih za učenca načrtujejo tudi intervencije v domačem in šolskem okolju (prav tam, 
str. 306). Medsebojno sodelujejo še v okviru roditeljskih sestankov ter predavanj, delavnic in 
izobraževanj za starše, ki staršem omogočajo bolj učinkovito spoprijemanje s težavami, s 
katerimi se srečuje njihov otrok oz. mladostnik. Svetovalni delavec torej v primeru kriznih 
situacij s starši sodeluje na način, da jim posreduje potrebne informacije in organizira srečanja 
vseh vključenih, tj. učiteljev, drugih staršev in zunanjih strokovnjakov ter predlaga rešitve za 
ustrezno skupno reševanje oz. spoprijemanje z nastalim problemom (prav tam).  
Navedeno velja tudi za uspešno in učinkovito spoprijemanje s problemom medvrstniškega 
spletnega nasilja. V obravnavi primera spletnega nasilja se sodelovanju s starši ne moremo 
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izogniti. Slednje je nujno potrebno, v kolikor želimo, da je delo z žrtvijo, povzročiteljem oz. 
povzročitelji in opazovalci spletnega nasilja učinkovito (Lešnik Mugnaioni idr. 2015, str. 24). 
Svetovalni delavec mora pri obravnavi spletnega nasilja upoštevati, da je  posameznik del 
ožjega in širšega socialnega okolja, da so torej tudi starši pomemben del reševanja problema 
spletnega nasilja. V sodelovalni odnos mora vstopiti tako s starši žrtve kot tudi s starši 
povzročitelja oz. povzročiteljev spletnega nasilja. Staršem mora pri tem zagotoviti občutek 
razumevanja, sprejemanja in spoštovanja (prav tam). Le tako bodo starši svetovalnemu 
delavcu zaupali in z njim sodelovali pri iskanju in izvajanju ustreznih strategij, ki bodo v 
pomoč otroku oz. mladostniku. Sodelovalni odnos s starši je na ta način temelj za oblikovanje 
ustreznega načrta obravnave in nudenja pomoči vsem vpletenim v spletno nasilje (prav tam).  
Pri delu s starši gre običajno za posvetovalno delo s ciljem intervencije in načrtovanja, kar pa 
ne pomeni, da je svetovalno delo izključeno.  
Tudi v primeru medvrstniškega spletnega nasilja je pomembno, da šolski svetovalni delavec 
starše vidi kot sodelavce in skupaj z njimi išče rešitve (Lešnik Mugnaioni s sodelavci 2016, 
str. 26). Zato starše tako žrtve kot storilca, če je ta znan, povabi na pogovor, znotraj katerega 
skupaj z njimi išče strategije, ki bodo v pomoč otroku oz. mladostniku, ne glede na to, ali je 
le-ta žrtev ali storilec. Pri tem mora svetovalni delavec upoštevati načelo sodelovanja v 
svetovalnem odnosu in načelo celostnega pristopa. S starši se svetovalni delavec na tem mestu 
dogovori tudi o tem, kakšna bo njihova vloga v obravnavi primera spletnega nasilja (prav 
tam) in jih opremi s strategijami spoprijemanja s spletnim nasiljem ter strategijami prevencije 
na tem področju.  
D. Lešnik Mugnaioni s sodelavci (2016, str. 26) priporoča, naj svetovalni delavec organizira 
individualne pogovore s starši, jih pomiri, seznani z načini ukrepanja, jim nudi oporo, povabi 
naj jih na organizirana predavanja, izobraževanja in delavnice za starše na temo spletnega 
nasilja. Tako bodo starši vedeli, kako prepoznati, da je njihov otrok oz. mladostnik žrtev oz. 
storilec spletnega nasilja, kako morajo postopati, ko odkrijejo, da je njihov otrok oz. 
mladostnik vpleten v primer spletnega nasilja, kje poiskati informacije, pomoč, kdaj podati 
prijavo, kako ravnati, da bi se izognili tveganju, da njihov otrok oz. mladostnik ponovno 
postane žrtev oz. storilec spletnega nasilja ipd. 
Svetovalni delavec tako lahko staršem na primer svetuje, da naj se z otrokom pogovorijo o 
pomembnosti varne rabe spleta, o nevarnostih, ki jih le-ta prinaša, naj doma jasno določijo 
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pravila glede rabe pametnih naprav in spleta, si na naprave namestijo programe za starševski 
nadzor, v kolikor njihov otrok oz. mladostnik na pametnih napravah in spletu preživi veliko 
časa (Starševski nadzor b. l.). Ti programi njihove otroke varujejo pred prekomerno rabo 
računalnika, s tem da jim omejijo čas, ki ga preživijo na računalniku in spletu, filtrirajo 
neprimerne vsebine in spremljajo aktivnosti otroka oz. mladostnika na računalniku in spletu, 
kar si kasneje lahko starš ogleda (prav tam). Seveda naj pri tem svetovalni delavec izpostavi, 
naj starši s tem seznanijo in se pogovorijo o pomenu tega programa tudi z otrokom oz. 
mladostnikom, da ne bo imel občutka, da starši za njim vohunijo.  
Šolski svetovani delavec naj torej pri delu s starši le-te opozori še na pomen odprte 
komunikacije med starši in otroki (Chibbaro 2007, str. 67), saj je ta pomemben dejavnik 
reševanja in tudi preprečevanja problema spletnega nasilja. V kolikor je potrebno, svetovalni 
delavec starše lahko seznani tudi s temelji odprte komunikacije (Strabić in Tokić Milaković 
2016, str. 192). 
Ko se soočamo s problemom medvrstniškega spletnega nasilja, je svetovalni delavec torej 
pomemben vir pomoči in podpore za starše in obratno. Za uspešno spoprijemanje s spletnim 
nasiljem je namreč nujno medsebojno sodelovanje svetovalnega delavca, staršev, učencev, 
učiteljev in po potrebi tudi zunanjih institucij. 
4.3.5 Sodelovanje z zunanjimi institucijami 
Svetovalni delavci, zaposleni znotraj šolske svetovalne službe, se pri svojem delu lahko 
srečujejo s problemskimi situacijami, ki jih bodisi sami ne zmorejo rešiti bodisi za njihovo 
reševanje niso pristojni, zato je poleg sodelovanja s starši nujno potrebno tudi sodelovanje s 
strokovnjaki zunanjih institucij.  
Medsebojno sodelovanje šolskega svetovalnega delavca in strokovnjakov zunanjih ustanov je 
predpostavljeno že znotraj Programskih smernic (2008, str. 11–12), kjer je zapisano, da se 
šolska svetovalna služba z namenom dopolnjevanja na področju dejavnosti pomoči in na 
področju razvojnih in preventivnih dejavnosti povezuje in sodeluje z ustreznimi zunanjimi 
institucijami. Šolska svetovalna služba se najpogosteje povezuje z zdravstvenimi ustanovami 
in organizacijami, s svetovalnimi centri, centri za socialno delo, z drugimi socialno-
varstvenimi ustanovami in organizacijami, Zavodom RS za šolstvo, Zavodom RS za 
zaposlovanje, civilnodružbenimi ustanovami, Pedagoškim inštitutom, raznimi vladnimi 
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ustanovami in drugimi organizacijami ter društvi (prav tam). P. Mrvar Gregorčič s sodelavci 
(2016, str. 27) priporoča, da ima vsak šolski svetovalni delavec oblikovan seznam zunanjih 
institucij, ki so lahko v pomoč in podporo njemu oz. lahko nanje po pomoč napoti učence in 
njihove starše.  
Šolska svetovalna služba si s povezovanjem s strokovnjaki zunanjih ustanov lahko pridobi 
dodatno pomoč, podporo in tudi vire, ki v prvi vrsti koristijo predvsem otoku oz. mladostniku 
pa tudi učiteljem, staršem, vodstvu šole in ostalim udeležencem v šoli (Bryan in Henry 2008 v 
Gregorčič Mrvar idr. 2016, str. 24).   
Resman (1999, str. 79) dodaja, da sodelovanje šolske svetovalne službe in strokovnjakov iz 
zunanjih ustanov korist prinaša tudi slednjim. Strokovnjaki iz skupnosti, ki se z otroki in 
mladostniki ter njihovimi družinami ukvarjajo zunaj šole, prav tako pogosto za pomoč, nasvet 
ali posvet prosijo svetovalne delavce, zaposlene znotraj šolske svetovalne službe.  
Šolska svetovalna služba in zunanje ustanove medsebojno sodelujejo kot partnerji, ki skupaj 
rešujejo probleme in je delo med njimi racionalno porazdeljeno. Nihče ni torej nadrejen oz. 
podrejen drugemu, ampak se medsebojno dopolnjujejo (prav tam, str. 79).  
Vzpostavitev in vzdrževanje sodelovanja med šolo, starši in širšo skupnostjo ni vedno 
preprosto. Odvisno je od številnih objektivnih in subjektivnih dejavnikov v šoli in skupnosti, 
zato mora biti šolski svetovalni delavec kot pobudnik in koordinator povezovanja in 
sodelovanja s posamezniki in institucijami v skupnosti pripravljen na spoprijemanje s 
kompleksnostjo partnerstva šole, staršev in zunanjih institucij.  
Za uspešno in učinkovito sodelovanje šolske svetovalne službe in zunanjih ustanov je poleg 
vzpostavitve partnerskega odnosa pomembno to, kako šolski svetovalni delavec predstavi 
svojo vlogo in naloge, ki jih opravlja (Gregorčič Mrvar idr. 2016, str. 28). Pomemben vpliv na 
medsebojno sodelovanje svetovalnega delavca in strokovnjakov zunanjih ustanov pa ima tudi 
svetovalčevo poznavanje vloge in nalog zunanjih institucij. Le tako se bo svetovalni delavec 
lahko obrnil po pomoč k ustrezni zunanji instituciji. Povedano drugače: bolj kot šolski 
svetovalni delavec in zunanje institucije poznajo in razumejo značilnosti, tj. vloge in naloge 
drug drugega, večja je verjetnost, da bodo vzpostavili odnos uspešnega medsebojnega 
sodelovanja (Gregorčič Mrvar in Mažgon 2016, str. 43). 
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Sodelovanje šole in širše skupnosti je pomembno in potrebno tudi v okviru obravnave 
medvrstniškega spletnega nasilja. Svetovalni delavec se tako v primerih medvrstniškega 
spletnega nasilja povezuje s strokovnjaki zunanjih institucij, ki mu lahko pomagajo pri 
reševanju nastalega problema in nudijo pomoč žrtvi, storilcu in staršem žrtve oz. storilca.  
Najpogosteje se šolski svetovalni delavci znotraj obravnave spletnega nasilja povezujejo in 
sodelujejo s policijo in centri za socialno delo (Lešnik Mugnaioni idr. 2016, str. 27).  
S policijo šolski svetovalni delavec sodeluje v  primeru, da je storjeno dejanje znotraj 
kazenskega zakonika opredeljeno kot kaznivo dejanje, torej dejanje, ki se ga po uradni 
dolžnosti preganja in je storilec že dopolnil 14 let, saj se dejanje prijavi policiji (prav tam). V 
primerih, ko se poda prijava, šolska svetovalna služba posledično sodeluje tudi s centrom za 
socialno delo (v nadaljevanju CSD). Slednjemu mora, skladno s kazensko zakonodajo, 
svetovalni delavec posredovati vse potrebne podatke o nasilju in ga vključiti v 
kazenskopravno obravnavo storilca nasilja (prav tam).  
S CSD lahko svetovalni delavec sodeluje tudi v primeru, ko preceni, da žrtev in/ali storilec 
spletnega nasilja potrebuje pomoč te institucije. Običajno gre za primere, ko je 
otrok/mladostnik, ki je žrtev ali storilec, ogrožen, kar se najpogosteje kaže v obliki pogostega 
izostajanja od šole, zlorabe drog in alkohola, tudi neodzivnosti staršev za sodelovanje v 
obravnavi spletnega nasilja ipd. (prav tam). Šolski svetovalni delavci se običajno povežejo in 
sodelujejo tudi z ostalimi institucijami, ki se ukvarjajo s problematiko spletnega nasilja, npr. 
izvajajo delavnice in predavanja za različne ciljne skupine, nudijo svetovanje, s čimer 
predstavljajo pomemben vir pomoči in podpore tako za šolskega svetovalnega delavca kot 
tudi za žrtev, storilca in starše. Nekatere izmed teh institucij so na primer Center za varni 
internet, Varni internet, Center pomoči pri prekomerni rabi interneta Logout in druge, ki smo 
jih navedli že v poglavju 3.5 Obstoječe oblike pomoči. 
Sodelujoči se medsebojno povezujejo v t. i. multidisciplinarni akcijski tim, v katerega so 
vključeni strokovni delavci šole in strokovnjaki zunanjih institucij (Lešnik Mugnaioni idr. 
2016, str. 27). Ti vzpostavijo načrtni in kakovostni sodelovalni odnos, namen katerega je 
predvsem izmenjava informacij, skupno načrtovanje in usklajevanje strategij in aktivnosti 
znotraj obravnave primera medvrstniškega spletnega nasilja ter spremljanje izvajanja 
načrtovanih aktivnosti. Pri tem morajo upoštevati, da je v okviru medsebojnega sodelovanja v 
ospredje vedno postavljena korist tretje osebe, tj. otroka oz. mladostnika (prav tam). Resman 
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(1999, str. 79) tako izpostavlja, da je v primeru nudenja pomoči otroku oz. mladostniku 
ključno, da se medsebojno sodelovanje svetovalnega delavca in zunanje institucije ohrani do 
konca obravnave otroka oz. mladostnika, udeleženega v primeru spletenega nasilja. 
III. Empirični del 
5 Opredelitev raziskovalnega problema in raziskovalna vprašanja 
 
Šolski svetovalni delavec je ena izmed oseb, na katero se žrtev, starši in/ali drugi strokovni 
delavci šole obrnejo po pomoč v primeru katere koli oblike medvrstniškega nasilja, tudi v 
primeru spletnega nasilja (Lešnik Mugnaioni idr. 2016, str. 22). V nalogi izhajamo iz 
predpostavke, da ima šolski svetovalni delavec znotraj obravnave medvrstniškega spletnega 
nasilja pomembno vlogo. Svetovalni delavci so namreč strokovno usposobljeni za vodenje 
svetovalnih pogovorov in za delo tako s posameznikom kot tudi s skupino ali razredom (prav 
tam, str. 11). Poleg tega imajo tudi določene spretnosti, s pomočjo katerih lahko skrbijo za 
izvedbo preventivnih in kurativnih dejavnosti ob različnih problemih, s katerimi se soočajo 
udeleženci vzgojno-izobraževalnega procesa (Pečjak in Košir 2012, str. 98). Menimo, da vse 
navedeno pomembno pripomore k učinkovitemu soočanju in kakovostni obravnavi 
problematike medvrstniškega spletnega nasilja.  
Kot je možno razbrati iz poglavja 3.2 Razširjenost pojava spletnega nasilja med 
osnovnošolskimi otroki in mladostniki večina obstoječih raziskav pokaže zgolj na obstoj 
različnih oblik spletnega nasilja med otroki in mladostniki, ne pa tudi na načine soočanja oz. 
obravnave primerov pojava spletnega nasilja med osnovnošolci, niti ne osvetlijo vloge, ki jo 
ima šolski svetovalni delavec znotraj obravnave. Glede na to, da se na tem mestu torej 
pojavlja vrzel, se bomo v empiričnem delu posvetili podrobnejši obravnavi spletnega nasilja 
med osnovnošolci. Zanimalo nas bo, koliko šolski svetovalni delavci poznajo tematiko 
spletnega nasilja in oblike, v katerih se le-ta pojavlja. Preverjali bomo, kako šolski svetovalni 
delavci zaznajo pojav spletnega nasilja med osnovnošolci in kako v primeru zaznave 
spletnega nasilja med učenci steče obravnava. Nadalje bomo ugotavljali tudi, kako 
usposobljene se čutijo šolski svetovalni delavci za obravnavo spletnega nasilja med 
osnovnošolci in s katerimi ovirami in izzivi se srečujejo pri obravnavi. Poleg navedenega se 
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bomo nekoliko posvetili tudi vprašanju izvajanja preventivnih dejavnosti spletnega nasilja s 
strani šolske svetovalne službe. 
Na podlagi raziskovalnega problema smo oblikovali raziskovalna vprašanja, ki smo jih 
razdelili v pet vsebinskih sklopov. 
1. sklop: Splošno o spletnem nasilju med mladimi 
 
1. Kako dobro šolski svetovalni delavci poznajo različne oblike spletnega nasilja med 
mladimi? 
 
2. Katero obliko spletnega nasilja med mladimi šolski svetovalni delavci označujejo kot 
najpogosteje prisotno?  
3. Kako se učenci po mnenju šolskih svetovalnih delavcev medsebojno razlikujejo po 
izpostavljenosti spletnemu nasilju glede na starost? 
4. Kako se učenci po mnenju šolskih svetovalnih delavcev medsebojno razlikujejo po 
izpostavljenosti spletnemu nasilju glede na spol? 
5. Kakšne preventivne dejavnosti na temo spletnega nasilja izvajajo šolski svetovalni 
delavci na šoli, na kateri so zaposleni? 
 
2. sklop: Obravnava spletnega nasilja med osnovnošolci 
 
6. Kako so šolski svetovalni delavci do sedaj odkrili prisotnost spletnega nasilja pri 
učencih? 
7. Kako se učenci po mnenju svetovalnih delavcev največkrat odzovejo, če so 
ustrahovani preko spleta? 
8. Katere znake šolski svetovalni delavci izpostavljajo kot ključne za prepoznavo žrtev 
spletnega nasilja? 
9. Kako pogosto šolski svetovalni delavci spletno nasilje prepoznajo šele, ko se slednje 
začne odražati v manj prikritih oblikah medvrstniškega nasilja (v obliki fizičnega, 
neposrednega psihičnega nasilja)? 
10. Kako se šolski svetovalni delavci odzivajo, ko se srečajo s pojavom spletnega nasilja? 
11. Na kakšen način je potekala obravnava z žrtvijo spletnega nasilja? 
12. Na kakšen način je potekala obravnava s storilcem/storilci? 
13. Na kakšen način je obravnava potekala s starši žrtve in starši storilca/storilcev? 
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14. Kaj šolski svetovalni delavci najpogosteje navajajo kot ključni dejavnik za kakovostno 
obravnavo pojava spletnega nasilja med osnovnošolci (zaščita žrtve, svetovalni 
razgovor z žrtvijo, nudenje opore, razbremenitev občutka krivde pri žrtvi, pogovor s 
storilci, sodelovanje s starši, učitelji, ipd.)? 
15. Kako dobro šolski svetovalni delavci poznajo zunanje institucije oz. strokovnjake, ki 
so jim lahko v oporo pri reševanju problema spletnega nasilja ter nudijo pomoč žrtvi 
in njenim staršem? 
16. S katero od zunanjih institucij šolski svetovalni delavci sodelujejo ob obravnavi 
spletnega nasilja ter na kakšen način? 
 
3. sklop: Usposobljenost šolskih svetovalnih delavcev na področju pojava spletnega 
nasilja 
 
17. Kako usposobljene se čutijo šolski svetovalni delavci za soočanje s spletnim nasiljem?  
Katera znanja in veščine so šolskim svetovalnim delavcem v pomoč pri obravnavi in 
nudenju pomoči otroku/mladostniku, ki je žrtev spletnega nasilja? 
18.  Katera znanja in veščine so šolskim svetovalnim delavcem v pomoč pri delu s starši 
otrok in mladostnikov, ki so žrtve spletnega nasilja? 
19. Kako dobro šolski svetovalni delavci poznajo kazensko zakonodajo, ki se nanaša na 
spletno nasilje (npr. vedo, kdaj je dejanje izvedeno preko spleta kaznivo dejanje, kako 
postopati glede na starost storilca, kakšne so dolžnosti in odgovornosti svetovalnega 
delavca znotraj kazenskega postopka obravnave)?  
 
4. sklop: Ovire in izzivi na področju spletnega nasilja 
 
20. S katerimi težavami oz. ovirami, omejitvami se šolski svetovalni delavci soočajo pri 
obravnavi spletnega nasilja?  
21. Kje šolski svetovalni delavci vidijo možnosti za izboljšanje soočenja in kakovostne 
obravnave problematike spletnega nasilja med osnovnošolci? 
 
5. sklop: Izkušnja s spletnim nasiljem med osnovnošolci 
22. Kakšne so izkušnje šolskih svetovalnih delavcev z obravnavo spletnega nasilja? 
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6 Cilj raziskave 
 
Temeljni cilj raziskave je pridobiti vpogled v potek obravnave medvrstniškega spletnega 
nasilja med osnovnošolci in na osnovi tega opredeliti vlogo šolske svetovalne službe pri tem. 
V raziskavi smo zato iskali odgovore na naslednjih pet vsebinskih sklopov raziskovalnih 
vprašanj:  
– Splošno o spletnem nasilju med mladimi 
– Obravnava spletnega nasilja med osnovnošolci 
– Usposobljenost šolskih svetovalnih delavcev na področju pojava spletnega nasilja 
– Ovire in izzivi na področju spletnega nasilja 
– Pozitivne oziroma negativne izkušnje pri obravnavi medvrstniškega spletnega nasilja 
 
V prvem sklopu vprašanj nas je zanimalo, kako dobro šolski svetovalni delavci poznajo pojav 
spletnega nasilja med mladimi.  
V drugem sklopu vprašanj smo se osredotočili na sam potek obravnave spletnega nasilja med 
osnovnošolci. Zanimalo nas je, kako so šolski svetovalni delavci odkrili pojav spletnega 
nasilja med učenci, kako se najpogosteje odzovejo učenci, ki so ustrahovani preko spleta, 
kakšen je bil prvi odziv šolskega svetovalnega delavca na pojav spletnega nasilja med učenci 
ter kako je potekala nadaljnja obravnava z žrtvijo, s povzročiteljem oz. povzročitelji in z 
opazovalci (vrstniki). Proučevali smo tudi, ali so pri tem šolski svetovalni delavci sodelovali s 
starši vpletenih, vodstvom šole in zunanjimi institucijami ter na kakšne načine je potekalo to 
sodelovanje.  
V tretjem sklopu vprašanj smo se osredotočili na usposobljenost šolskih svetovalnih delavcev 
na področju pojava spletnega nasilja med osnovnošolci.  
V četrtem sklopu vprašanj nas je zanimalo, ali se šolski svetovalni delavci v okviru obravnave 
spletnega nasilja soočajo s kakšnimi omejitvami in težavami ter s katerimi. Poleg tega pa smo 
ugotavljali, kje šolski svetovalni delavci vidijo možnosti za izboljšanje soočanja in s tem za 
bolj kakovostno obravnavo problematike spletnega nasilja med osnovnošolci.  
V zadnjem, torej petem sklopu vprašanj pa nas je zanimalo, kakšne so izkušnje šolskih 
svetovalnih delavcev z obravnavo spletnega nasilja med osnovnošolci. Na osnovi opisov 
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izkušenj smo ugotavljali, ali je bila za šolskega svetovalnega delavca izkušnja pozitivna ali 
negativna. 
 
7 Metodologija raziskave 
 
7.1 Raziskovalna metoda 
 
V raziskavi smo kot osnovno metodo raziskovanja uporabili deskriptivno metodo, s katero 
opišemo pojave in si odgovorimo na vprašanje, kakšno je stanje pedagoškega polja, ne da bi 
iskali vzroke zanj (Sagadin 1993, str. 12).  
Raziskava je kvalitativna. Mesec (1998, str. 26) zapiše, da je kvalitativna raziskava tista 
raziskava, pri kateri temeljno izkustveno gradivo, ki ga zberemo tekom raziskovalnega 
procesa, predstavljajo besedni opisi ali pripovedi. Znotraj kvalitativne raziskave je omenjeno 
»gradivo tudi obdelano in analizirano na beseden način brez uporabe merskih postopkov, ki 
daje števila« (prav tam). 
 
7.2 Opis enot raziskovanja 
 
Glede na to, da je kvalitativna raziskava običajno študija samo enega ali manjšega števila 
primerov, saj se pri njej ne osredotočamo na posploševanje dobljenih rezultatov na širšo 
množico, ampak se usmerjamo k oblikovanju hipotetične razlage proučevanega problema na 
osnovi zbranih podatkov, si kot raziskovalno enoto izberemo primer posameznika, pri 
katerem je obravnavana problematika prisotna (Mesec 1998, str. 55).  
V raziskavo smo vključili štiri svetovalne delavce, ki so zaposleni v različnih slovenskih 
osnovnih šolah, prihajajo pa iz gorenjske regije. Intervjuvance smo izbrali namensko. 
Osnovni pogoj je bil, da so se z obravnavo spletnega nasilja med osnovnošolci že srečali. 
Iskali smo šolske svetovalne delavce različnih šolskih okolij (vas, primestno naselje, mesto), 
različno velikih šol, različnega strokovnega profila in z različnimi leti delovnih izkušenj. Na 
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štirih osnovnih šolah, od tega dveh primestnih, eni vaški in eni mestni osnovni šoli, nam je 
uspelo pridobiti po enega intervjuvanca. Torej skupaj štiri šolske svetovalne delavce. 
Tabela 2: Seznam oznak intervjuvancev in podatki o spolu, strokovnem profilu, letih delovne dobe, 
velikosti šole in o šolskem okolju 






















ŠSD 3 Ženski Specialni in 
rehabilitacijski 
pedagog 




ŠSD 4 Ženski Pedagog 4 22 Mesto 
 
7.3 Instrument zbiranja podatkov 
 
Podatke smo v raziskavi zbirali s pomočjo nestandardiziranega polstrukturiranega intervjuja, 
ki omogoča intervjuvancem čim bolj prosto pripovedovanje o obravnavani tematiki in podati 
izčrpne podatke glede obravnavane tematike (Mesec 1998, str. 80). Intervju smo pripravili s 
pomočjo strokovne literature in je sestavljen iz 28 vprašanj. Določena vprašanja vsebujejo 
tudi podvprašanja. Polstrukturirani intervju prilagamo v prilogi A. Z vsemi šolskimi 
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svetovalnimi delavci smo v osnovi opravili enak polstrukturirani intervju. V kolikor je bilo 
potrebno, smo zastavili še dodatna vprašanja.  
 
7.4 Postopek zbiranja podatkov 
 
Z intervjuvanci smo v stik stopili preko elektronske pošte ali telefonskega klica. Obrazložili 
smo jim, da bi z njimi radi izvedli anonimni polstrukturiran intervju na temo spletnega nasilja 
med osnovnošolci. Ob tem smo jih seveda vprašali tudi, ali so se s primerom medvrstniškega 
spletnega nasilja že srečali, saj je bil to naš osnovni pogoj. Na naša elektronska sporočila in 
klice so se odzvali štirje šolski svetovalni delavci, ki so izpolnjevali pogoj. Z njimi smo se 
dogovorili za srečanje in izvedbo intervjuja. Štiri intervjuje smo izvedli med 17. septembrom 
in 20. decembrom 2018. Intervjuji so trajali od petinštirideset minut do ene ure. Vsi 
intervjuvanci so privolili v snemanje intervjuja s pomočjo snemalnika na mobilnem telefonu. 
Tako smo kasneje na osnovi avdio posnetka opravili transkripcijo intervjujev.  
 
7.5  Obdelava podatkov 
 
Dobljene podatke smo obdelali s postopkom kvalitativne vsebinske analize. Za slednjo je 
značilno, da zbranemu gradivu poiščemo teme (kode, pojme), saj je osrednji del kvalitativne 
raziskave prav tako imenovan proces kodiranja (Vogrinc 2008, str. 61). Kodiranje pomeni 
kategorizacijo in razvrščanje pridobljenih podatkov oziroma določanje pojmov, kod, ključnih 
besed posameznim delom besedila (prav tam; Mesec 1998, str. 106). Namen kvalitativne 
raziskave je s pomočjo kodiranja in kategoriziranja besedila oblikovati teoretično razlago ali 
pojasniti proučevani pojav (prav tam).  
Kvalitativna analiza gradiva običajno poteka po šestih korakih, ki jih opredeli Mesec (1988, 
str. 103), in sicer: 
1. urejanje gradiva, 




4. izbor in definiranje relevantnih pojmov ter oblikovanje kategorij, 
5. definiranje kategorij in 
6. oblikovanje končne teoretične formulacije.  
 
Tudi sami smo kvalitativno analizo izpeljali po navedenih korakih, odgovore pa smo obdelali 
z odprtim kodiranjem.  
Intervjuje smo na podlagi avdio posnetka najprej prepisali in uredili. Nato smo s pomočjo 
podčrtavanja določili enote kodiranja, tj. za našo raziskavo pomembne dele odgovorov naših 
intervjuvancev. Enote kodiranja so dobesedni navedki intervjuvanih šolskih svetovalnih 
delavcev. Enotam kodiranja smo v nadaljevanju pripisali še kode, ki smo jih v nadaljevanju 
združili v kategorije in jih interpretirali. Interpretacije smo izpeljali na podlagi teoretičnih 
spoznanj iz pričujoče naloge.  
8 Rezultati in interpretacija 
 
8.1 Splošno o spletnem nasilju med mladimi 
 
Prvi sklop vprašanj se nanaša na spletno nasilje med mladimi.  
1. Poznavanje pojava spletnega nasilja med mladimi s strani šolskih svetovalnih 
delavcev 
Pri prvem vprašanju nas je zanimalo, kako šolski svetovalni delavci opredeljujejo spletno 
nasilje med mladimi. Preučevali smo opredeljevanje spletnega nasilja, oblike spletnega 
nasilja, razloge zanj in ali je spletno nasilje vprašanje šole ali vprašanje deležnikov zunaj nje, 
tj. staršev in drugih zunanjih institucij. 
a) Pojem spletnega nasilja in oblike nasilja  
Glede na to, da je pojav spletnega nasilja večrazsežnosten, težko podamo eno samo 
opredelitev, kaj spletno nasilje je (Tokunga 2010 v Notar idr. 2013, str. 2), zato smo najprej 
ugotavljali, kako pojem spletnega nasilja razumejo šolski svetovalni delavci in v kakšnih 




Tabela 3: Seznam enot kodiranja, kod in kategorij v zvezi s poznavanjem pojma spletnega nasilja in oblik 
ENOTE KODIRANJA KODA KATEGORIJE 
Objavljanje neprimerne vsebine preko 
družbenih omrežij v obliki slike ali  pogovora.  
Pri spletnem nasilju je običajno tako, da ne 

































žrtve in storilca 
Nadlegovanje in nasilništvo, ki se ne dogaja v 
živo, v direktni interakciji med učenci, ampak 
poteka preko spleta, in sicer preko različnih 







Je samo ena od oblik nasilja. Nasilje, ki se 
nekako vrši na daljavo.  
Po mojem mnenju je to nasilje še hujše kot 
klasično oziroma »tradicionalno« nasilje, ker se 
spletno nasilje dogaja tudi, ko je oseba, nad 
katero se izvaja nasilje, doma. Nimaš kontrole, 
se ne moreš umakniti v nek varen kraj, neko 












Vidijo vsi in so potem praktično vključeni vsi, 
celoten razred in najverjetneje še kdo. (ŠSD 4) 
V obliki zmerjanja. To je kar tako konkretno 
zmerjanje z zelo grdimi in neprimernimi 










Neposredne žalitve učenca oziroma mladostnika 
preko družabnih omrežij. (ŠSD 2) 
V obliki žaljivih komentarjev na forumih in 
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V obliki žaljivk. Večinoma javno. (ŠSD 4) 




Širjenje nekih zaupnih informacij, recimo 






Objavljanje fotografij in videov na družabnih 
omrežjih. (ŠSD 3) 
Izločanje posameznika iz skupine, ne da bi on to 





Pojavlja se v obliki nedruženja s posameznikom 
ali skupino v smislu izključevanja iz spletne 
skupnosti. (ŠSD 2). 






V obliki video oziroma računalniških igric. Tega 
se učenci najmanj zavedajo, a so znotraj teh 
iger povezani in to so res nasilne zadeve, ker če 
tam nekoga ustreli, se otroku to ne zdi, da je to 
neka oblika nasilja, ker tam ni nujno, da je kri 
špricala in tako naprej. (ŠSD 4) 
V obliki raznih pornografskih vsebin na spletnih 




Spletne strani s posnetki nasilja, neprimernimi 
fotografijami in videi. (ŠSD 3) 
Neposredne grožnje učencu oziroma 




V obliki žaljivk in nadlegovanja. (ŠSD 4) 
V obliki razširjanja govoric, siljenja drugih k 


















Tudi kraja oz. zloraba identitete, zloraba slik 




OPREDELITEV SPLETNEGA NASILJA (neprimerna vsebina na družbenih omrežjih 
(ŠSD 1); prepletenost vloge žrtve in storilca (ŠSD 1); nadlegovanje in nasilništvo na daljavo 
(ŠSD 2), (ŠSD 3); hujše kot tradicionalno nasilje (ŠSD 3), širša množica opazovalcev 
(ŠSD4))  
OBLIKE SPLETNEGA NASILJA (žaljenje preko družbenih omrežij (ŠSD 1), (ŠSD 2), 
(ŠSD 3), (ŠSD 4); žaljenje preko chat aplikacij (ŠSD 2); širjenje zaupnih informacij, 
fotografij/video posnetkov (ŠSD 2), (ŠSD 3); izključevanje iz spletne skupnosti (ŠSD 1), 
(ŠSD 2); nasilne (video) igre (ŠSD 3), (ŠSD 4); neprimerne spletne strani (ŠSD 3), (ŠSD 4); 
spletno zalezovanje (grožnje, nadlegovanje) (ŠSD 2), (ŠSD 4); očrnitev (ŠSD 2); kraja 
identitete (ŠSD 4)) 
Vsi intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4) pravijo, da je spletno nasilje oblika nasilja, 
ki poteka preko spleta, in sicer preko družbenih omrežij. Ena intervjuvanka (ŠSD 1) pri tem 
izpostavi prepletenost vloge žrtve in storilca spletnega nasilja. Kar pomeni, da je ena oseba 
lahko v nekem trenutku žrtev, v drugem pa storilec spletnega nasilja. Dva intervjuvanca (ŠSD 
2,  ŠSD 3) poudarjata, da gre za obliko nasilja, ki se vrši na daljavo. Dve  intervjuvanki (ŠSD 
3, ŠSD 4) pa opozorita tudi na vidik razlikovanja spletnega nasilja od tradicionalnega nasilja. 
Pravita, da je spletno nasilje v primerjavi s tradicionalnim nasiljem hujša oblika nasilja. ŠSD 
3 to pojasnjuje s tem, da je žrtev spletnega nasilja v primerjavi z žrtvijo tradicionalnega 
nasilja le-temu izpostavljena nenehno, tudi doma (nasilju ne more ubežati). ŠSD 4 pa spletno 
100 
 
nasilje vidi kot hujšo obliko nasilja, ker zajame širšo množico opazovalcev. Slednje pa 
povečuje tveganje, da tudi ti opazovalci postanejo izvajalci spletnega nasilja (Slonje idr. 2012 
v Strabić in Tokić Milaković  2016, str. 187). 
Iz odgovorov naših intervjuvancev lahko ugotovimo, da pojem spletnega nasilja razumejo 
predvsem kot nasilje, izvedeno preko družbenih omrežji in ne tudi kot nasilje preko ostalih 
poti komuniciranja s pomočjo uporabe elektronskih naprav in orodij, tj. preko mobilnih 
telefonov, elektronskih sporočil, besednih in multimedijskih sporočil ipd. (Wong-Lo in 
Bullock 2011; Beale in Hall 2007 v Notar idr. 2013, str. 2). To nas spodbuja k razmisleku o 
ustreznosti samega pojmovanju spletnega nasilja, saj je sam pojem spletnega nasilja zelo širok 
in ga je težko opredeliti z eno samo opredelitvijo, pa vendar smo mnenja, da je pomembno, da 
si prizadevamo za čim bolj enotno in jasno opredelitev pojma spletnega nasilja znotraj 
uradnih listin in šolskih dokumentov. Pri tem pa želimo opozoriti, da pojem spletnega nasilja 
ne smemo vezati samo na splet, ampak moramo znotraj opredelitve spletnega nasilja jasno 
zapisati, da pod spletno nasilje uvrščamo tudi nasilna dejanja, izvedena s pomočjo 
elektronskih naprav in orodij, ki niso nujno vezana na splet. Na ta način bomo lahko pojav 
spletnega nasilja naslovili bolj celostno. 
Nadalje ugotavljamo, da intervjuvanci navajajo 4 (ŠSD 1, ŠSD 3), 6 oziroma 7 (ŠSD 2, ŠSD 
4) različnih oblik spletnega nasilja. Intervjuvanci  nekatere oblike spletnega nasilja navajajo 
že, ko govorijo o opredelitvi spletnega nasilja. Oblika spletnega nasilja, ki jo poznajo vsi 
intervjuvanci, je žaljenje na spletu, ki je lahko zasebno, torej poteka po zasebnih poteh 
komuniciranja (npr. chat aplikacije) ali javno na različnih forumih, družbenih omrežjih, torej 
vidno vsem, ki so prijavljeni v forum oziroma na določeno družbeno omrežje. Trije 
intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3) kot obliko spletnega nasilja navajajo tudi širjenje in 
objavljanje zaupnih podatkov, fotografij in videov, kar avtorica N. Willard (2006 v Kowalski 
idr. 2012, str. 61) v svoji klasifikaciji imenuje razkrivanje informacij. Po dva intervjuvanca 
navajata, da se spletno nasilje pojavlja tudi v obliki izključevanja iz spletne skupnosti (ŠSD 1, 
ŠSD 2), v obliki nasilnih (video) iger (ŠSD 3, ŠSD 4), v obliki spornih spletnih strani 
(pornografske vsebine, neprimerne fotografije in videi, posnetki nasilja) (ŠSD 3, ŠSD 4) ter v 
obliki spletnega nadlegovanja, ki zajema žaljenje, nadlegovanje in grožnje preko spleta (ŠSD 
2, ŠSD 4). En od intervjuvancev (ŠSD 2) kot obliko spletnega nasilja navaja še očrnitev v 
smislu razširjenja govoric. 
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Ugotavljamo, da intervjuvani šolski svetovalni delavci poznajo osnovne oblike spletnega 
nasilja, kot so spletno zalezovanje, žaljenje na spletu, očrnitev, poosebljanje, izključevanje iz 
spletne skupnosti in razkrivanje informacij. Gre za oblike spletnega nasilja, katere večina 
avtorjev navaja kot najbolj pogosto prisotne oblike med otroki in mladostniki. Poleg 
omenjenih temeljnih oblik spletnega nasilja se med osnovnošolci pojavljajo vedno nove 
oblike, kot so različne nasilne igre, ki ne zajemajo samo računalniških in spletnih iger kot 
takih, ampak tudi določene spletne izzive, kot so na primer sinji kit (ang. Blue Whale 
Challenge), ognjena vila (ang. Fire Fairy), Pass-out izziv ali Choking game, 
samopoškodovanje z rezanjem (ang. The Cutting Challenge) idr. (Zaki 2018). Menimo, da gre 
za igre oziroma izzive, ki med slovenskimi osnovnošolci še niso močno razširjeni in prisotni, 
zato jih tudi intervjuvani šolski svetovalni delavci ne navajajo kot posebno obliko spletnega 
nasilja.  
Največ oblik spletnega nasilja poznata intervjuvanca, ki sta po strokovnem profilu psiholog in 
pedagoginja. Vendar pa opažamo, da se med intervjuvankama, ki sta po strokovnem profilu 
pedagoginji, pojavlja razlika glede na šolsko okolje, v katerem delujeta. Pedagoginja v vaški 
šoli v primerjavi s pedagoginjo na mestni šoli navaja manjše število oblik spletnega nasilja 
med osnovnošolci. Na osnovi pridobljenih odgovorov lahko le predvidevamo, da na 
razširjenost pojava spletnega nasilja med osnovnošolci v določeni meri vpliva tudi šolsko 
okolje. Vendar glede na majhen vzorec raziskovalnih enot posploševanje, da se šolski 
svetovalni delavci s spletnim nasiljem večkrat srečajo v mestnem kot v vaškem okolju in zato 
poznajo več oblik, v katerih se le-to pojavlja, ne bi bilo ustrezno. A glede na izsledke raziskav 
(Olweus 1993 v Pečjak 2014, str. 28, 35) o »tradicionalnem« medvrstniškem nasilju menimo, 
da na razširjenost medvrstniškega spletnega nasilja v večji meri kot okolje, v katerem je šola, 
vplivajo drugi dejavniki.  
b) Razlogi in dejavniki, ki spodbujajo spletno nasilje 
Poleg tega, kako šolski svetovalni delavci razumejo pojem spletnega nasilja in v kakšnih 
oblikah se po njihovem mnenju le-to pojavlja, nas je zanimalo tudi, kje vidijo razloge, da se 
spletno nasilje pojavlja med učenci in kateri so po njihovem mnenju dejavniki, ki spodbujajo 
širjenje medvrstniškega spletnega nasilja. 




ENOTE KODIRANJA KODE KATEGORIJE 
Veliko komunikacije med 
mladostniki poteka preko 
spleta in mogoče celo več 






POTEK KOMUNIKACIJE  




Mladi med seboj 
komunicirajo in praktično 
vse konflikte razrešujejo 
preko takšne in drugačne 
tehnologije in spleta. Ni več 
pogovora, nekega 
obračunavanja direktno 
med sabo, ampak gre vse to 
preko tehnologije. (ŠSD 3) 
 
Reševanje konfliktov 





Razlog za spletno nasilje 
vidim v smislu z namenom 
provokacije, spravljanja na 
šibkejše, uveljavljanje 
določenih interesov s strani 







ŽELJA PO UVELJAVLJANJU 
MOČI NAD 
POSAMEZNIKOM/SKUPINO 
Spravljanje na šibkejše 
Uveljavljanje interesov 
posameznika/skupine 
Odločitev otrok oziroma 
mladostnikov, da se bodo 
spravili na enega učenca, 
da ga targetirajo. Tu ni 
nujno, da je iz koristi, lahko 
je kakšna druga 
zlonamerna zadeva 








Nevednost otrok, ker otroci 
so še nezreli, velikokrat se 
ne zavedajo, kaj vse te 
vsebine prinašajo in 
potegnejo za sabo. Se ne 
zavedajo, kaj te njihove 
aktivnosti na spletu 
pomenijo. (ŠSD 4) 
 







Obstoj interneta in 
družabnih omrežij. Brez 
tega to ne bi šlo. Mladi in 
tudi že otroci so uporabniki 
različnih aplikacij. Mogoče 
na začetku z nekim drugim 
namenom, na koncu pa 
skoraj vedno pride do 
takšnega in drugačnega 
spletnega nasilja. Najhuje 
pa je, da so vseskozi 
dostopni za vse. (ŠSD 1) 
 
Obstoj družabnih 













OBSTOJ TEHNOLOGIJE IN 
DRUŽBENIH OMREŽIJ 
 
Vsekakor je velik razlog 
obstoj tehnologije in 
najrazličnejših družabnih 
omrežij. Ta so lahko, ne 
nujno, ampak lahko, otroku 
in mladostniku vedno 
dostopna in danes dejansko 
ni več potrebno to, da se 
mladostniki nekje vidijo v 
živo, ali je to v šoli, v 
okviru dejavnosti, na 
igrišču ali kjer koli, ampak 










POTEK KOMUNIKACIJE PREKO TEHNOLOGIJE IN DRUŽBENIH OMREŽIJ 
(komunikacija preko tehnologije in spleta (ŠSD 2); reševanje konfliktov preko spleta (ŠSD 3); 
odsotnost neposredne komunikacije (ŠSD 3)) 
ŽELJA PO UVELJAVLJANJU MOČI NAD POSAMEZNIKOM/SKUPINO 
(Provokacija, spravljanje na šibkejše, uveljavljanje interesov posameznika/skupine (ŠSD 3); 
koristoljubje, targetiranje posameznika (ŠSD 4)) 
SLABA DIGITALNA PISMENOST UČENCEV (nevednost in ne zrelost otrok (ŠSD 4)) 
OBSTOJ TEHNOLOGIJE IN DRUŽBENIH OMREŽIJ TER NENEHNA 
DOSTOPNOST MLADIH (Obstoj družabnih omrežij, interneta in različnih aplikacij (ŠSD 
1); nenehna dostopnost mladih (ŠSD 1, ŠSD 2, ŠSD 3);  mladi  lastniki različnih mobilnih 
naprav (ŠSD 2, ŠSD 3); interakcija brez fizičnega stika (ŠSD 2)) 
Dva intervjuvanca (ŠSD 2, ŠSD 3) razlog vidita v tem, da komunikacija med otroki in 
mladostniki poteka predvsem preko tehnologije in spleta. Kar pomeni, da otroci in 
mladostniki preko spleta in tehnologije rešujejo tudi medsebojne konflikte. Razvijejo lastne 
strategije reševanja konfliktov, ki potekajo brez neposrednega osebnega stika oseb, vpletenih 
v konflikt. To je problematično predvsem, ker zaradi odsotnosti neposrednega fizičnega stika 
z žrtvijo nasilnež pogosto minimalizira resnost posledic svojega dejanja oz. škodo, ki jo je 
prizadejal žrtvi (Hinduja in Patchin 2015 v Strabić in Tokić Milaković 2016, str. 186). Slednje 
doma, vsak na enem koncu 
in se te stvari dogajajo. 
(ŠSD 2) 
Vsekakor pa je razlog to, da 
imajo otroci in mladostniki 
svoje mobitele, tablice in 
podobno. Tehnologija je v 
porastu, mladi so danes 
obdani s tehnologijo, živijo 






lahko storilca vodi v prizadejanje bistveno večje škode žrtvi kot bi jo sicer v okviru 
»tradicionalnega« medvrstniškega nasilja. Odsotnost »iz oči v oči« soočenja z žrtvijo kot 
razlog za spletno nasilje navaja tudi Varjas s sodelavci (2010, str. 271), ki slednjega uvršča k 
zunanjim razlogom nasilneža za dejanje spletnega nasilja.  
Dve intervjuvanki (ŠSD 3, ŠSD 4) kot razlog navajata željo po uveljavljanju moči nad 
posameznikom ali skupino: »Razlog za spletno nasilje vidim v smislu z namenom provokacije, 
spravljanja na šibkejše, uveljavljanje določenih interesov s strani posameznika ali skupine.« 
(ŠSD 3) »Če se odločijo, da se bodo spravili na enega učenca, da ga targetirajo. Tu ni nujno, 
da je iz koristi, lahko je kakšna druga zlonamerna zadeva vpletena.« (ŠSD 4) Povzročitelja 
spletnega nasilja k dejanju spletnega nasilja vodijo tudi t. i. notranji razlogi (Varjas idr. 2010, 
str. 271). K slednjim spadajo s strani intervjuvancev omenjena potreba po izkazovanju, po 
odobravanju s strani drugih oseb, maščevanju, pripadnosti, po izražanju čustev, dolgočasje, 
zavist ipd. (prav tam). Ugotavljamo, da storilca spletnega nasilja k dejanju spletnega nasilja v 
določeni meri vodijo podobni razlogi kot storilca »klasičnega« medvrstniškega nasilja. Tudi 
slednji namreč z izvajanjem nasilja prične, ker se poskuša dokazati oziroma izkazati pred 
drugimi, je sam žrtev nasilja in se želi maščevati ali ker se je nasilja učenec naučil kot 
normalnega načina reševanja problemov (Popp 2003, str. 32‒36; Pečjak 2014, str. 60‒62). 
Ena intervjuvanka (ŠSD 4) razlog za pojav medvrstniškega spletnega nasilja vidi tudi v 
nevednosti in nezrelosti otrok oziroma mladostnikov in v njihovem nezavedanju posledic, ki 
jih prinaša spletno nasilje. Snock s sodelavci (2011, str. 1) pojasnjuje, da relativno nizka 
digitalna pismenost, tj. izbira dobrega gesla, poznavanje varnosti na spletnih straneh, načinov 
reševanja težav, poznavanje podatkov, ki jih na spletu ne delimo ipd. in s tem povezano 
nezavedanje otrok in mladostnikov, kakšne posledice lahko povzroči neko dejanje, ki ga 
izvedejo z uporabo tehnologije in spleta, otrokom in mladostnikom onemogoča, da bi se lahko 
bolje izognili oz. soočili s številnimi nevarnostmi na spletu. Zato smo mnenja, da je digitalno 
opismenjevanje učencev nujno že od zgodnjih let starosti dalje. Otroci danes v hitro 
razvijajoči se tehnološki družbi zelo zgodaj postanejo uporabniki takšne in drugačne 
informacijsko-komunikacijske tehnologije, ki s seboj poleg številnih prednosti prinaša tudi 
številne pasti, katerim se z zagotavljanjem zgodnjega digitalnega opismenjevanja po našem 
mnenju v večji meri lahko izognemo oziroma se pred njimi znamo zavarovati. Na pomen 
vpeljave digitalnega opismenjevanja v šole opozarja tudi V. Reding (2008 v Erjavec 2009, str. 
22), ki pravi, da je medijska pismenost (pojem zajema tudi digitalno pismenost) danes ključna 
za to, da posameznik lahko postane polni in aktivni državljan.  Medijska pismenost namreč 
106 
 
posamezniku omogoči, da dostopa, analizira, oceni vsebino na spletu in jo ne nazadnje tudi 
oblikuje (prav tam, str. 25). Torej, da v svetu hitro razvijajoče se tehnologije postane 
preudaren uporabnik informacijsko-komunikacijske tehnologije, ki se zna zaščitit pred 
nevarnostmi, ki jih tehnologija prinaša (Hobbs 1998, str. 19‒20).  
Poleg razlogov za spletno nasilje med vrstniki smo pri intervjuvancih ugotavljali tudi, katere 
dejavniki so po njihovem mnenju tisti, ki spodbujajo medvrstniško spletno nasilje. 
Trije intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3) kot dejavnik, ki spodbuja spletno nasilje med 
učenci, vidijo obstoj tehnologije in družbenih omrežij. Kot izpostavljajo intervjuvanci, so le-ta 
mladim vedno dostopna (ŠSD 3) in so posledično tudi mladi nenehno dostopni za medsebojno 
interakcijo brez fizičnega stika (ŠSD 2). Ugotavljamo, da intervjuvanci kot dejavnike, ki 
spodbujajo medvrstniško spletno nasilje, navajajo predvsem specifike, ki spletno nasilje ločijo 
od »tradicionalnega« medvrstniškega nasilja.  
Obstoj in razvoj informacijsko-komunikacijske tehnologije (v nadaljevanju IKT) prinaša 
vedno nove medije medsebojnega komuniciranja in posledično tudi možnost, da ti mediji 
postanejo medij za izvajanje nasilja nad posameznikom ali skupino. S tem pa se tradicionalno 
medvrstniško nasilje začne prenašati na splet. IKT in splet omogočata, da so posamezniki 
nenehno dostopni in da brez fizičnega stika vstopajo v interakcijo z drugim posameznikom 
kadar koli in kjer koli. Medtem ko se tradicionalno nasilje med vrstniki dogaja v specifičnem 
prostoru (šola, na poti domov ali v šolo), se spletno nasilje lahko dogaja kjer koli, kar 
posledično vodi v večjo intenzivnost medvrstniškega spletnega nasilja v primerjavi s 
»tradicionalnim« medvrstniškim nasiljem. Zaradi odsotnosti fizičnega stika, ki jo omogoča 
IKT, izvajalec spletnega nasilja ne vidi čustvenega odziva žrtve, zato se njegov občutek moči 
nenadzorovano povečuje. S tem pa se povečuje tudi škoda, ki jo utrpi žrtev. Poleg tega se 
nasilje preko spleta v primerjavi s tradicionalnim nasiljem ponovi večkrat in se hitreje širi. 
Spletno nasilje namreč zajame bistveno širšo množico opazovalcev.  
Pri spletnem nasilju IKT in z njim povezan obstoj spleta, družabnih omrežij in različnih 
aplikacij igra ključno vlogo, saj brez le-teh samo spletno nasilje niti ne bi bilo mogoče. 
Izvajalec spletnega nasilja sicer najprej, tako kot izvajalec »tradicionalnega« nasilja, izbere 
žrtev. Vendar pa potem ne prične takoj z izvajanjem nasilja, tako kot je to značilno za 
»tradicionalno« nasilje, ampak mora najprej izbrati še način, kako bo žrtev ponižal, jo 
ustrahoval ali osramotil (npr. s spletnim nadlegovanjem, spletnim zalezovanjem, 
poosebljanjem, očrnitvijo in žaljenjem na spletu), tehnologijo (npr. pametni telefon, 
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računalnik in druga IKT), preko katere bo nasilje izvajal, in še medij, po katerem bo izpeljal 
nasilje nad vrstnikom (npr. neposredna sporočila, družbena omrežja, elektronska sporočila 
ipd.). Torej brez obstoja, razvoja in dostopnosti tehnologije in spleta otrokom in 
mladostnikom samo medvrstniško spletno nasilje niti ne bi bilo mogoče in se seveda ne bi 
tako hitro širilo, kot se. 
c) Spletno nasilje – vprašanje šole ali deležnikov zunaj šole? 
Da bi ugotovili, kako dobro šolski svetovalni delavci poznajo pojav medvrstniškega spletnega 
nasilja, nas je pri prvem vprašanju zanimalo tudi, ali šolski svetovalni delavci pojav spletnega 
nasilja razumejo kot pojav, s katerim se mora ukvarjati šola, ali kot pojav, ki se ne tiče šole, 
glede na to, da se le-ta običajno ne dogaja znotraj šole in se morajo z njim ukvarjati deležniki 
zunaj šole, torej starši. 
Tabela 5: Seznam enot kodiranja, kod in kategorij v zvezi s tem, ali je spletno nasilje vprašanje šole ali 
deležnikov zunaj šole 
ENOTE KODIRANJA  KODE KATEGORIJE 
Načeloma, če to vpliva na delo v 
šoli, se pravi, da otroci to povejo 
meni ali učitelju ali da zaradi tega 
ne morejo normalno funkcionirati, 
potem je to seveda stvar šole. 
Glede na to, da stvari, ki se 
dogajajo izven šole, načeloma 
vedno vplivajo tudi na šolo, na 
delo in na vedenje otrok, je stvar 
šole. Je torej stvar obeh, tako šole 
kot tudi izven šole. (ŠSD1) 
 
Vpliv na šolsko delo in 








VPRAŠANJE OBEH – 





 Sigurno je prav in pomembno, da 
se šola ukvarja s tem. Šola mora 
slediti trendom, ki se pojavljajo, 
poleg tega ima šola tudi svoj 
vzgojni načrt, tako da v šoli niso 
samo učne vsebine tiste, ki so 
pomembne, ampak tudi vzgojne 
vsebine in je pomembno, da se 
učence te stvari uči, ker so to 





Šola vzgojna institucija 
ZUNAJ ŠOLE (STARŠEV, 
ZUNANJIH INSTITUCIJ) 
V kolikor se primer razreši – v 
narekovajih – izven šole, jaz 














Če so to zadeve, ki so od šole 
distancirane, čeprav so to recimo 
učenci naše šole, ampak ne 
vključujejo razreda kot celote ali 
dela učencev, potem se vmešajo 
zunanje institucije in tukaj šola 
nima velike vloge, lahko je 
vključena, če nas slučajno 
vprašajo za mnenje, drugače pa 
ne. (ŠSD 4) 
Po navadi se stvar ne dogaja v 
šoli, ker je v veliki večini uporaba 
mobitelov in drugih naprav 
prepovedana. Te stvari se verjetno 
res najpogosteje dogajajo doma. 
Vendar so posledice tega lahko 
vidne tudi na drugih področjih, v 
 
 
Posledice, vidne v šoli 








nekih konfliktih, ki se odražajo tudi 
v šoli. Tako da je potem glede 
lokacije tudi nekaj, kar se dogaja v 
šoli. Poleg tega pa smo strokovni 
delavci  tudi tisti, ki smo v stiku s 
temi akterji, z mladostniki in se 
lahko potem veliko lažje oz. imamo 
neke vzvode, s katerimi se lažje 











V kolikor so to stvari, ki se 
dotaknejo in zajemajo šolo, torej 
če je to povezano z otrokom, 
razredno klimo, da otrok izostaja 
zaradi tega, da se otrok zares 
slabo počuti in nam potem starši 
poročajo, da se nekaj dogaja med 
sošolci na spletu, potem to 
vzamemo kot dejavnost, v katero se 
šola pač mora vključiti. (ŠSD 4) 
 
 
Vzvodi za reševanje 
 
KATEGORIJE 
VPRAŠANJE OBEH: ŠOLE IN DELEŽNIKOV ZUNAJ ŠOLE (STARŠEV, 
ZUNANJIH INSTITUCIJ) (vpliv na šolsko delo in vedenje otrok (ŠSD 1); stvar obeh (ŠSD 
1), (ŠSD 3); šola vzgojna institucija (ŠSD 3)) 
VPRAŠANJE DELEŽNIKOV ZUNAJ ŠOLE (stvar staršev in zunanjih institucij (ŠSD 1, 
ŠSD 4)) 
VPRAŠANJE ŠOLE (posledice vidne v šoli (ŠSD 2), (ŠSD 4); stik strokovni delavci in 
akterji spletnega nasilja (ŠSD 2); vzvodi za reševanje (ŠSD 2)) 
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Iz odgovorov intervjuvancev lahko razberemo, da vsi intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3, 
ŠSD 4) pojav medvrstniškega spletnega nasilja vidijo kot vprašanje šole in tudi kot vprašanje 
deležnikov zunaj šole, torej staršev in zunanjih institucij. Slednje izrecno izpostavita dve 
intervjuvanki (ŠSD 1, ŠSD 3), ki medvrstniško spletno nasilje vidita kot pojav, s katerim se je 
potrebno ukvarjati tako znotraj šole kot zunaj nje. Pri tem ena intervjuvanka (ŠSD 1) to 
pojasnjuje s tem, da spletno nasilje, četudi se ne dogaja v šoli, načeloma vedno vpliva na delo 
in na vedenje otrok v šoli: »Načeloma, če to vpliva na delo v šoli, se pravi, da otroci to povejo 
meni ali učitelju, ali da zaradi tega ne morejo normalno funkcionirati, potem je to seveda 
stvar šole. Glede na to, da stvari, ki se dogajajo izven šole, načeloma vedno vplivajo tudi na 
šolo, na delo in na vedenje otrok, je stvar šole. Je torej stvar obeh, tako šole kot tudi izven 
šole. Druga intervjuvanka (ŠSD 3) pa pravi, da je to tudi stvar šole, saj je šola vzgojna 
institucija z vzgojnimi vsebinami in mora slediti trendom, ki se pojavljajo med mladimi: 
»Sigurno je prav in pomembno, da se šola ukvarja s tem. Šola mora slediti trendom, ki se 
pojavljajo, poleg tega ima šola tudi svoj vzgojni načrt, tako da v šoli niso samo učne vsebine 
tiste, ki so pomembne, ampak tudi vzgojne vsebine in je pomembno, da se učence te stvari uči, 
ker so to veščine, ki jih bodo potrebovali.«  Spletno nasilje med vrstniki je torej stvar šole, 
tudi zato, ker gre za vsebino, ki jo šola obravnava v okviru preventivnih dejavnosti. Slednje 
običajno vodi in organizira šolska svetovalna služba, ki z obravnavo vsebin spletnega nasilja 
in varnosti na spletu poskuša zmanjšati tveganje za nastanek primera medvrstniškega 
spletnega nasilja in za kakovostno obravnavo primerov medvrstniškega spletnega nasilja, ki 
se pojavijo (Lešnik Mugnaioni 2012, str. 161). Pri tem je pomembno, da so preventivne 
dejavnosti organizirane za različne ciljne skupine, tako za učence in njihove starše kot tudi za 
učitelje in ostale strokovne delavce šole.  
Prav tako dve intervjuvanki (ŠSD 1, SŠD 4) navajata, da je spletno nasilje vprašanje 
deležnikov zunaj šole v primeru, da se ne dogaja v šoli, je od šole distancirano in se zunaj nje 
tudi reši: »V kolikor se primer razreši – v narekovajih – izven šole, jaz rečem, naj tam tudi 
ostane.« (ŠSD 1) »Če so to zadeve, ki so od šole distancirane, čeprav so to recimo učenci 
naše šole, ampak ne vključujejo razreda kot celote ali dela učencev, potem se umešajo 
zunanje institucije in tukaj šola nima velike vloge, lahko je vključena, če nas slučajno 
vprašajo za mnenje, drugače pa ne.« (ŠSD 4) 
Dva izmed intervjuvancev (ŠSD 2, ŠSD 4) pa navajata, da se je s pojavom medvrstniškega 
spletnega nasilja treba ukvarjati znotraj šole. ŠSD 2 slednje utemeljuje s tem, da so posledice 
vidne na drugih področjih in v konfliktih, ki se odražajo v šoli ter s tem, da so strokovni 
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delavci šole v stiku z akterji, mladostniki in imajo na ta način vzvode, s katerimi lahko 
problem rešujejo. ŠSD 4 pa navaja, da je medvrstniško nasilje vprašanje šole v primeru, da so 
stvari povezane z učencem šole in razredno klimo.  
Najbolj jasne odgovore o tem, kaj razume pod pojmom spletnega nasilja, kje vidi razloge 
oziroma dejavnike za širjenje tega pojava med otroci in mladostniki in ali je po njegovem 
mnenju spletno nasilje vprašanje šole ali deležnikov zunaj nje v primerjavi z ostalimi 
intervjuvanci (ŠSD 1, ŠSD 3, ŠSD 4), navaja intervjuvanec ŠSD 2, ki je po strokovnem 
profilu univerzitetni diplomirani psiholog. Predvidevamo, da je intervjuvanec določena znanja 
o pojavu pridobil tekom študija in je potem svoje znanje poglabljal preko dodatnih strokovnih 
izobraževanj ali se je, ko je bil soočen s primeri spletnega nasilja med učenci, o pojavu sam 
bolj poglobljeno informiral. 
2. Oblika spletnega nasilja, ki je po mnenju šolskih svetovalnih delavcev med 
osnovnošolci najbolj prisotna 
Pri tem vprašanju nas je zanimalo, katero obliko spletnega nasilja šolski svetovalni delavci 
označujejo kot najbolj prisotno med osnovnošolci.  
Tabela 6: Seznam enot kodiranja, kod in kategorij, povezanih s prevladujočo obliko spletnega nasilja med 






Menim, da je to največkrat v obliki 
besednega nasilja. V obliki zmerjanja 
z zelo grdimi in neprimernimi 














Prevladujejo predvsem žaljivi zapisi, 
ali posredno ali neposredno. V smislu, 
da se o nekom širi neke govorice. 
(ŠSD 2) 
Obrekovanje preko spleta, vključno s 
temi žaljivimi besedami. (ŠSD 4) 
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Izpostavila bi deljenje fotografij in 
videov preko socialnih medijev. Se mi 
zdi, da je to tista oblika, ki je med 
učenci najbolj problematična. (ŠSD 3) 
 
Deljenje fotografij in 
videov 






Nekaj pa je tudi to, kar se učenci 
mogoče najmanj zavedajo, to so te 
video igrice oziroma računalniške 
igrice. Znotraj njih so namreč 









ŽALJENJE NA SPLETU (Besedno nasilje: žaljivi zapisi (ŠSD 1), (ŠSD 2); obrekovanje ( 
ŠSD 4)) 
ŠIRJENJE FOTOGRAFIJ IN VIDEOV (deljenje fotografij in videov preko socialnih 
omrežij (ŠSD 3)) 
NASILNE IGRE (video igrice oziroma računalniške igrice (ŠSD 4)) 
Trije intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 4) kot prevladujočo obliko med osnovnošolci 
navajajo žaljenje na spletu. Ob tem ena izmed njih (ŠSD 4) dodaja, da med osnovnošolci 
prevladujejo tudi nasilne video igre: »Nekaj je pa tudi to, kar se učenci mogoče najmanj 
zavedajo, to so te video igrice oziroma računalniške igrice.« Intervjuvanka ŠSD 3 kot 
prevladujočo obliko spletnega nasilja med osnovnošolci označuje širjenje fotografij in video 
posnetkov: »Izpostavila bi deljenje fotografij in videov preko socialnih medijev. Se mi zdi, da 
je to tista oblika, ki je med učenci najbolj problematična.« 
Ugotavljamo, da se odgovori naših intervjuvancev v precejšnji meri skladajo z rezultati 
različnih slovenskih in tujih raziskav o spletnem nasilju med otroki in mladostniki. Tako 
Hinduja in Patchin (2015) kot tudi raziskovalci raziskave Moč besed (Prešern 2015) namreč 
ugotavljajo, da so bili v raziskavo vključeni otroci in mladostniki največkrat deležni spletnega 
nasilja v obliki žaljivih komentarjev in v obliki širjenja neresničnih informacij o njih na 
družbenih omrežjih. Tako kot intervjuvani šolski svetovalni delavci tudi raziskovalci Točke 
osveščanja o varni rabi interneta in novih tehnologij Safe.si kot eno izmed bolj razširjenih 
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oblik spletnega nasilja med otroki in mladostniki navajajo nasilne računalniške in spletne igre. 
Znotraj slednjih se med igralci namreč vzpostavi sovražno okolje s sovražno retoriko (Igranje 
iger b. l.). Menimo, da je tej obliki spletnega nasilja potrebno v prihodnosti nameniti več 
pozornost. 
 
3. Izpostavljenost spletnemu nasilju glede na starost učencev 
S pomočjo tega vprašanja smo ugotavljali mnenje šolskih svetovalnih delavcev o tem, katera 
od starostnih skupin je bolj izpostavljena medvrstniškemu spletnemu nasilju.  
Tabela 7: Seznam enot kodiranja, kod in kategorij v povezavi z mnenjem šolskih svetovalnih delavcev o 
izpostavljenosti medvrstniškemu spletnemu nasilju glede na starost 
ENOTE KODIRANJA KODE KATEGORIJE 
Najbolj dovzetni so učenci v 
najstniških letih, torej nekje 8. in 9. 
razred, kar pomeni starostna 
skupina od 13 do 15 let. (ŠSD 1) 
 















Starejši kot so, bolj so izpostavljeni. 
Predvsem zaradi tega, ker imajo vse 
več dostopa do same tehnologije. 
Torej mogoče bolj 8., 9. razred. 
(ŠSD 2) 
Po mojem mnenju so spletnemu 
nasilju bolj izpostavljeni najstniki, 
se pravi učenci od sedmega do 
devetega razreda. Prej se mi zdi, da 
imajo učenci še več kontrole s strani 
staršev, niti jih take stvari mogoče 
še ne zanimajo toliko. Mislim, da je 
to povezano že s samim 
odraščanjem. Da potem od sedmega 
razreda dalje že bolj sledijo tem 
stvarem, so bolj aktivni na 
 
Od 7. do 9. razreda 
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družbenih omrežjih. (ŠSD 3) 
Težko rečem, da je katera bolj, 
ampak če bi morala oceniti, bi pa 
rekla, da je to okrog 12. leta, da 
takrat najbolj prevladuje, kakšno 




ZGODNJE IN SREDNJE MLADOSTNIŠTVO (8. in 9. razred (ŠSD 1), (ŠSD 2); od 7. do 
9. razreda (ŠSD 3); 7. razred (ŠSD 4)) 
Tako kot to ugotavljajo raziskovalci mednarodne raziskave Health Behaviour in School-aged 
Children (v nadaljevanju HBSC) (2016, str. 207), tudi vsi naši intervjuvanci (ŠSD 1, ŠSD 2, 
ŠSD 3, ŠSD 4) menijo, da starost učencev vpliva na izpostavljenost le-teh medvrstniškemu 
spletnemu nasilju.  
Rezultati raziskave HBSC pokažejo, da so spletnemu nasilju učenci izpostavljeni nekje od 11. 
leta oziroma 13. leta dalje, odvisno od spola (prav tam). Podobne starostne skupine, ki so bolj 
izpostavljene spletnemu nasilju, navajajo tudi naši intervjuvanci. Trije intervjuvanci (ŠSD 1, 
ŠSD 2, ŠSD 3) navajajo, da so medvrstniškemu spletnemu nasilju najbolj izpostavljeni učenci 
v obdobju najstništva oziroma adolescence. Dva od teh (ŠSD 1, ŠSD 2) pravita, da so to 
učenci, stari od 13 do 15 let. »Najbolj dovzetni učenci v najstniških letih, torej nekje 8. in 9. 
razred, kar pomeni, starostna skupina od 13 do 15 let.« (ŠSD 1) »Starejši kot so, bolj so 
izpostavljeni. Predvsem zaradi tega, ker imajo vse več dostopa do tehnologije. Torej mogoče 
bolj 8., 9. razred.« (ŠSD 2) Ena intervjuvanka med njimi (ŠSD 3) pa pravi, da so to učenci, 
stari od 12 do 14 oz. 15 let: »Po mojem mnenju so spletnemu nasilju bolj izpostavljeni 
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najstniki, se pravi učenci od sedmega do devetega razreda.« Zadnja intervjuvanka (ŠSD 4) 
navaja, da je sicer težko izpostaviti eno starostno skupino učencev, ki je medvrstniškemu 
spletnemu  nasilju najbolj izpostavljena, vendar ocenjuje, da so vanj največkrat vključeni 
učenci okrog 12. leta: »Težko rečem, da je katera bolj, ampak če bi morala oceniti, bi pa 
rekla, da je to okrog 12. leta, da takrat najbolj prevladuje, kakšno leto gor ali dol.« Po 
mnenju vseh intervjuvanih šolskih svetovalnih delavcev so učenci spletnemu nasilju torej 
najbolj izpostavljeni v obdobju zgodnjega in srednjega mladostništva. Gre za obdobje, v 
katerem se posameznik sooča s telesnimi spremembami, čustvenim osamosvajanjem od 
staršev in drugih odraslih, oblikovanjem socialne spolne vloge ter oblikovanjem novih in 
stabilnih socialnih odnosov z vrstniki (Marjanovič Umek idr. 2013, str. 68). Vrstniki za 
posameznika postanejo pomembna referenčna skupina, kateri si želi pripadati. Za mladostnika 
ima mnenje njegovih vrstnikov velik pomen, pred njimi se namreč želi dokazati (Zupančič in 
Svetina 2004, str. 600). To dokazovanje danes nemalokrat poteka preko različnih dejavnosti 
na socialnih omrežjih. Poleg tega pa si mladostnik želi z vrstniki preživeti čim več časa 
oziroma želi biti v nenehnem stiku z njimi. To mu omogočata tudi tehnologija in splet, ki v 
obdobju mladostništva posamezniku postaneta bolj dostopna. Mladostniki imajo torej več 
dostopa do tehnologije in spleta v primerjavi z otroki. Menimo, da vse navedeno pomembno 
vpliva na to, da so pri spletnem nasilju v večji meri izpostavljeni in večkrat udeleženi učenci v 
obdobju zgodnjega in srednjega mladostništva in ne mlajši učenci. V primerjavi s spletnim 
nasiljem pa raziskave kažejo, da so učenci »tradicionalnemu« nasilju bolj pogosto 
izpostavljeni v obdobju poznega otroštva in zgodnjega mladostništva, v poznejših letih pa se 
stopnja nasilja med učenci zmanjšuje (Pečjak 2014, str. 47). 
4. Izpostavljenost spletnemu nasilju glede na spol učencev 
Pri naslednjem vprašanju smo želeli ugotoviti, kako se učenci po mnenju šolskih svetovalnih 








Tabela 8: Seznam enot kodiranja, kod in kategorij v povezavi z mnenjem šolskih svetovalnih delavcev o 
izpostavljenosti medvrstniškemu spletnemu nasilju glede na spol 
ENOTE KODIRANJA KODE KATEGORIJE 
Na spletno nasilje vsekakor vpliva tudi 
spol. Največ tega nasilja je absolutno 
med dekleti. Absolutno je to domena 
deklet. Največ primerov se zgodi med 
dekleti osmega in devetega razreda. 
Gre za obdobje pubertete, ko dekleta 
iščejo tisti prostor pod soncem, katera 
bo prevladovala, katera bo imela 

































Menim, da so glede na spol bolj 
izpostavljena dekleta. Predvsem zaradi 
zaupanja. Dekleta so namreč bolj 
zaupljiva kot fantje. Za dekleta velja, 
da se, ko govorimo o nasilju, večkrat 
poslužujejo bolj  »sofisticiranih« 
načinov nasilja. Pri njih je bolj 
značilno to izločanje, niso fizično 
agresivne. Ampak zelo pogosto 
operirajo na verbalni način in socialna 
omrežja so tak kanal, ki jim to 
omogoča, so lahko močne z besedami. 
(ŠSD 3) 
Dekleta majčkeno bolj vključena v teh 
primerih, ki smo jih mi obravnavali, 
ampak daleč od tega, da ne bi tudi 
fantje sodelovali, je bil pa delež res 
malo večji na strani deklet. (ŠSD 4) 
Rekel bi, da je med dečki več 
neposrednega nasilja, tako fizičnega 






kot verbalnega. Pri deklicah pa je več 
tega neočitnega nasilja, kot je 
izločanje, zasmehovanje, obrekovanje. 
Mogoče bi rekel, da se to tudi malo 
preslika na splet, da je tudi tam pri 
fantih več nekih direktnih žalitev. Pri 
deklicah pa mogoče več izločanja. 
Govorim pa tukaj bolj na splošno brez 
nekih statističnih analiz. (ŠSD 2)  
 
 







DEKLETA (bolj izpostavljena dekleta (ŠSD 1), (ŠSD 3), (ŠSD 4)) 
SPOL VPLIVA NA OBLIKO SPLETNEGA NASILJA (fantje več direktnih žalitev; 
dekleta več izločanja (ŠSD 2)) 
Tri intervjuvanke (ŠSD 1, ŠSD 3, ŠSD 4) so mnenja, da na izpostavljenost medvrstniškemu 
spletnemu nasilju vpliva tudi spol. Vse tri navajajo, da so v dekleta bolj vključena in tako le-
temu tudi bolj izpostavljena. »Na spletno nasilje vsekakor vpliva tudi spol. Največ tega nasilja 
je absolutno med dekleti.« (ŠSD 1). »Menim, da so glede na spol bolj izpostavljena dekleta.« 
(ŠSD 3). »Dekleta majčkeno bolj vključena v teh primerih, ki smo jih mi obravnavali, ampak 
daleč od tega, da ne bi tudi fantje sodelovali, je bil pa delež res malo večji na strani deklet.« 
(ŠSD 4). Na dominacijo deklet pri nasilju v obliki zasmehovanja, žalitev in dejanj 
škodoželjnosti opozarja že Petillon (1993 v Popp 2003, str. 30). Avtor je v svoji raziskavi o 
nasilju med osnovnošolci ugotovil, da so dekleta v primerjavi s fanti manj miroljubna, bolj 
žaljiva, škodoželjna in pogosto niso dober zgled. Glede na odgovore intervjuvancev 
predvidevamo, da se slednje z razvojem tehnologije in spleta preseli na splet in so tudi v 
virtualnem okolju dekleta tista, ki so bolj vključena in posledično bolj izpostavljena pojavu 
spletnega nasilja. Na to, da so dekleta spletnemu nasilju izpostavljena v večji meri kot fantje, 
pokažejo tudi rezultati najnovejše slovenske raziskave, izvedene na področju spletnega nasilja 
med osnovnošolci in srednješolci, ki je bila izpeljana v okviru projekta Odklikni. Avtorji 
raziskave navajajo, da je v preteklem šolskem letu (2017/2018)  spletno nasilje doživelo 56 % 
osnovnošolk in 50 % osnovnošolcev od 7. do 9. razreda ter 65 % dijakinj in 55 % dijakov. 
Poleg teh ugotovitev avtorji navajajo še naslednje spolno specifične razlike pri spletnem 
118 
 
nasilju: fantje so pogostejši spletni nadlegovalci deklet in fantov; fantje spletno nasilje 
dojemajo kot smešno, zabavno in se nanj pogosto ne odzovejo; dekleta, ki so žrtve spletnega 
nasilja, pogosteje zaznavajo resne posledice (nemoč, depresija, stres, strah); dekleta pogosteje 
doživljajo spletno nasilje, ki je vezano na njihov videz in osebnost; prav tako dekleta 
pogosteje prejmejo sporočila, ki povzročijo, da jih je strah (Raziskave Odklikni nasilje nad 
ženskami in dekleti 2018). 
En intervjuvanec (ŠSD 2) pa je mnenja, da spol učencev bolj kot na izpostavljenost spletnemu 
nasilju vpliva na to, kateri obliki spletnega nasilja so bolj izpostavljeni fantje in kateri dekleta. 
Intervjuvanec namreč navaja, da je med fanti na spletu več neposrednih žalitev, med dekleti 
pa več nasilja v obliki izločanja: »Rekel bi, da je med dečki več neposrednega nasilja, tako 
fizičnega kot verbalnega. Pri deklicah pa je več tega ne očitnega nasilja, kot izločanja, 
zasmehovanja, obrekovanja. Mogoče bi rekel, da se to tudi malo preslika na splet, da je tudi 
tam pri fantih več nekih direktnih žalitev. Pri deklicah pa mogoče več izločanja«.   
Izpostavljenost spletnemu nasilju glede na spol lahko torej povežemo s spoznanji iz 
»tradicionalnih« oblik nasilja. O podobnih razlikah nasilnega vedenja po spolu, kot jih navaja 
intervjuvanec, piše tudi U. Popp (2003, str. 30). Avtorica zapiše, da se nasilje v šoli med fanti 
največkrat pojavlja v obliki fizičnega nasilja, tj. telesnih poškodb, poškodb predmetov, kraje, 
spolnega nadlegovanja ipd., medtem ko je med dekleti bolj razširjeno nasilje v obliki 
verbalnega nasilja, tj. v obliki žalitev in kletvic (prav tam). Avtorica pri tem dodaja, da se 
psihično nasilje, verbalno nasilje in socialno izključevanje pri dekletih pojavlja v podobni 
meri kot pri fantih. A hkrati opozarja, da je omenjene oblike nasilja v šoli pri dekletih težje 
odkriti, saj pri le-teh pogosto prevladuje bolj zahrbtno in prikrito vedenje (prav tam). 
Ugotavljamo, da po mnenju ŠSD 2 tudi za medvrstniško spletno nasilje velja predpostavka o 
t. i. »spolno različnih oblikah nasilnega vedenja« (prav tam).  
Ugotavljamo torej, da imajo šolski svetovalni delavci različno mnenje o tem, ali na 
izpostavljenost medvrstniškemu spletnemu nasilju vpliva spol. V večini naši intervjuvanci 
(trije od štirih) izpostavljajo, da so spletnemu nasilju med vrstniki bolj izpostavljena dekleta. 
Le en intervjuvanec navaja, da spol po njegovem mnenju vpliva bolj na obliko 
medvrstniškega nasilja, kateri je izpostavljen posameznik. Torej menimo, da težko z 
gotovostjo trdimo, kdo je po spolu spletnemu nasilju bolj izpostavljen. In predlagamo, da bi 
bilo smiselno to področje bolj temeljito raziskati in ugotoviti, ali obstaja povezanost med 
oblikami spletnega nasilja in spolom učencev, ali so spletnemu nasilju na splošno (ne glede na 
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obliko, v kateri se spletno nasilje pojavlja) bolj izpostavljena dekleta, kot to navajajo 
intervjuvani šolski svetovalni delavci in rezultati nekaterih omenjeni raziskav. 
5. Izvajanje preventivnih dejavnosti na šoli, kjer so zaposleni svetovalni delavci 
Šola je pri problemu medvrstniškega spletnega nasilja lahko uspešna le, če se slednjega loti 
celostno in sistematično (Lešnik Mugnaioni 2012, str. 161), zato je v primeru spletnega 
nasilja pomembno, da poskrbimo tudi za preventivo na tem področju. Preventivne dejavnosti 
so namreč tiste, ki zmanjšujejo tveganje za nastanek primera medvrstniškega spletnega nasilja 
(prav tam). Zato nas je zanimalo, ali šolski svetovalni delavci izvajajo preventivne dejavnosti 
na šoli, na kateri so zaposleni. 
Tabela 9: Seznam enot kodiranja, kod in kategorij, povezanih z izvajanjem preventivnih dejavnosti na 
temo spletnega nasilja na šolah 
ENOTE KODIRANJA KODE KATEGORIJE 
Na naši šoli zelo veliko damo na 
preventivo. Že od 4. razreda naprej 
ima pri nas pomočnica ravnatelja, ki 
je tudi računalničarka, krožek 
računalništvo in zares veliko da na to 
preventivo. Krožek izvaja vsako leto, 



















Povabimo pa potem tudi zunanje 
institucije, na primer največkrat 
sodelujemo s Safe.si. Njih velikokrat 
povabimo, da imajo za otroke in za 
starše na primer predavanja pa 
potem delavnice za otroke. Sicer pa 
so te preventivne dejavnosti s strani 
zunanjih sodelavcev za učence 
organizirane enkrat na leto sigurno. 
(ŠSD 1)  
 







Večkrat so organizirane tudi 
delavnice za učence in predavanja za 
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starše. Nekaj je pa potem tudi tako, če 
so pojavi kot problem na šoli, se 
potem s temi posamezniki ali skupino, 
tudi oddelkom, če je to stvar, ki se 
tiče tudi oddelka. Predvsem v 
primeru, da se stvar tako razširi. 





Vsako leto so predavanja Varno na 
internetu, in sicer tako za učence kot 
tudi za njihove starše. (ŠSD 3)  
Organiziramo preventivne delavnice, 
ki jih izvajamo sami kot šola ali pa 
pridejo zunanje institucije oziroma 
njihovi predstavniki, recimo s 
policije. (ŠSD 4) 
Z različnim osveščanjem, kar bi lahko 
na splošno rekli varnost na internetu. 
Včasih so to prav dnevi, ki so 





Dnevi dejavnosti  
 
Izvajamo tudi preventivne dejavnosti. 
Eno tako dejavnost smo imeli pred 
kratkim, in sicer smo učence v kino 
peljali gledat film Gajin svet, ki se 
dotika tudi tematike uporabe spleta in 
spletnega nasilja. Predno so si učenci 
šli ogledat film, so imeli tudi 
delavnice. Slednje smo pripravili 
sami s pomočjo gradiv, ki jih je na 
spletu objavila organizacija Safe.si. V 
popoldanskih urah smo organizirali 
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še predavanje za starše o pasteh 
spleta. Izvajalci predavanja pa so bili 
strokovnjaki zavoda Neodvisen.si. 
(ŠSD 3) 
Na razrednih urah tudi učitelji 
organizirajo pogovore in razgovore, 
kjer predstavijo tudi svoj vidik in kaj 
sploh je spletno nasilje. (ŠSD 4) 




IZVAJAJO PREVENTIVNE DEJAVNOSTI (krožek računalništvo (ŠSD 1); zunanji 
sodelavci in preventivni program (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4); dnevi dejavnosti (ŠSD 
2), (ŠSD 3); znotraj pouka oz. razrednih ur (ŠSD 4)) 
Ugotavljamo, da se na vseh šolah, na katerih so zaposleni naši intervjuvanci, izvajajo 
preventivne dejavnosti, povezane s spletnim nasiljem. Vendar pa le-te niso vedno izvedene s 
strani šolskih svetovalnih delavcev. Vsi intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4) 
navajajo, da so na šolah v okviru preventivnega programa, ki predstavlja razširjeni del 
osnovnošolskega programa, vsaj enkrat letno organizirana predavanja za starše in delavnice 
za učence bodisi s strani zunanjih institucij bodisi s strani šole. Ena intervjuvanka (ŠSD 1) 
pravi, da imajo učenci od 4. razreda dalje krožek računalništvo, kjer prav tako obravnavajo 
vsebine, povezane s spletnim nasiljem. Gre prav tako za razširjeni del programa osnovne šole. 
Dve intervjuvanki (ŠSD2, ŠSD 3) navajata, da preventivne dejavnosti na šoli organizirajo kot 
obvezni del programa osnovne šole, in sicer v okviru dni dejavnosti na temo spletnega nasilja 
in varnosti na spletu. Ena intervjuvanka (ŠSD 4) dodaja, da preventivno delujejo tudi v okviru 
pouka in razrednih ur, kjer se razredniki z učenci večkrat pogovarjajo o spletnem nasilju in 
vsem, kar je z njim povezano. Kowalski s sodelavci (2012, str. 165) izpostavlja, da je 
pomembno, da šola o pojavu spletnega nasilja izobražuje učence ter znanje o pojavu in 
načinih, ki zmanjšujejo možnost, da otrok oz. mladostnik postane žrtev spletnega nasilja, deli 
tudi s starši.  
Kowalski s sodelavci (2012, str. 162) sicer kot pomemben korak v okviru preventivnih 
dejavnosti navaja tudi izobraževanje strokovnih delavcev o spletnem nasilju in jasno 
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oblikovano šolsko politiko, ki zadeva medvrstniško nasilje (prav tam, str. 163). Vendar 
ugotavljamo, da intervjuvanci teh dveh korakov na ravni preventivnih dejavnosti ne izvajajo, 
ampak se na ravni preventive usmerijo predvsem na dejavnosti za učence in starše. Menimo, 
da bi bilo smiselno preventivne dejavnosti, znotraj katerih bi se posvetili predvsem 
preprečevanju, prepoznavanju in primernem odzivanju na spletno nasilje, organizirati tudi za 
vse zaposlene v vzgojni-izobraževalnih zavodih. Slednji so namreč tisti, ki so v stalnem stiku 
z učenci in bodo, v kolikor bodo dobro poznali pojav medvrstniškega spletnega nasilja, le-
tega lažje in hitreje zaznali ter se nanj lahko tudi ustrezno odzvali. Poleg tega pa bodo svoje 
znanje o pojavu delili tudi med učence.  
Intervjuvani šolski svetovalni delavci prav tako ne omenjajo, da preventivno šola deluje v 
okviru izbirnega predmeta Vzgoja za medije: tisk, radio, televizija, ki je kot del obveznega 
programa osnovne šole namenjen učencem od 7. do 9. razreda. Kot je zapisano znotraj 
Učnega načrta vzgoja za medije: tisk, radio, televizija (Košir idr. 2006, str. 5‒15), naj bi se 
učenci v okviru tega izbirnega predmeta medijsko opismenili, pridobili sposobnosti izražanja 
mnenj in razpravljanja, sprejemanja različnih mnenj, ločevanja fikcije od realnosti ter se 
seznanili z delovanjem interneta in temeljnimi značilnostmi novih tehnologij. V okviru 
spoznavanja interneta naj bi učenci razvili tudi sposobnost iskanja informacij po spletu in se 
seznanili s prednostmi le-tega (prav tam). Izbirni predmet Vzgoja za medije obravnava tudi 
vsebine mediji in nasilje, kar pomeni, da se učenci seznanijo s tem, kako nasilni prizori v 
medijih delujejo na posameznika (prav tam, str. 16). Glede na vsebine, ki se jih obravnava 
znotraj izbirnega predmeta Vzgoja za medije, menimo, da šole preventivno delujejo tudi na ta 
način. Skozi predmet namreč učenci razvijejo medijsko pismenost, torej veščine, znanje in 
razumevanje, ki jim omogoča uporabo medijev na varen in učinkovit način. Učenci so tako 
informirani in lahko sprejemajo odločitve, izkoristijo priložnosti, ki jih nova tehnologija 
ponuja. Prav tako se znajo zaščititi pred slabimi vplivi in neprimernimi ter žaljivimi 
vsebinami. Za večji preventivni učinek bi na tem mestu predlagali razmislek o posodobitvi 
učnega načrta za izbirni predmet vzgoja za medije. Sedanji učni načrt je star že več kot 10 let, 
v teh letih pa so se mediji že močno razvili in bi bilo smiselno v učni načrt vpeljati obravnavo 
vsebin, ki so aktualne. Poleg tega pa predlagamo tudi razmislek o tem, da bi glede na poplavo 
informacij, s katerimi morajo upravljati učenci, obravnavo vsebin, ki omogočajo razvoj 
medijske in digitalne pismenosti, vpeljali v pouk različnih predmetov osnovnošolskega 
izobraževanja (npr. slovenščine, državljanske vzgoje in etike, tehnike in tehnologije ipd.). 
Čeprav na tem mestu, kot opozarja K. Erjavec (2010, str. 168), tvegamo, da se specifičnost 
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medijske vzgoje podredi in prilagodi potrebam predmeta, v katerega jo vključimo. Avtorica 
zato predlaga, da medijsko vzgojo kot obvezen predmet vpeljemo v predmetnik 
osnovnošolskega izobraževanja (prav tam, str. 166). Hkrati pa poskrbimo, da se vzgoja za 
medije integrira v celoten šolski predmetnik, pri čemer je pomembno poudariti načela uporabe 
medijskih materialov pri pouku in spodbujati kritični odnos do posredovane medijske vsebine, 
ki jo učitelji posredujejo pri posameznem predmetu (prav tam, str. 167). V primeru, da 
medijske vzgoje ne vključimo v druge predmete, ampak se znotraj predmetnika pojavi zgolj 
kot samostojni predmet, le-ta ne bo imela učinka oz. bo le-ta skromen (prav tam).  
 
8.2 Obravnava spletnega nasilja med osnovnošolci 
 
Drugi sklop vprašanj se nanaša na to, kako je potekala obravnava medvrstniškega spletnega 
nasilja na šolah, na katerih so zaposleni intervjuvani šolski svetovalni delavci.  
1. Odkrivanje pojava spletnega nasilja med učenci 
Pojav spletnega nasilja med vrstniki je zaradi odsotnosti fizičnega stika včasih manj očiten in 
ga težje prepoznamo (Hinduja in Patchin 2015 v Strabič in Tokić Milaković 2016, str. 186). 
Zato nas je pri prvem vprašanju tega sklopa zanimalo, kako so šolski svetovalni delavci do 




Tabela 10: Seznam enot kodiranja, kod in kategorij, povezanih z odkrivanjem pojava medvrstniškega 
spletnega nasilja s strani šolskih svetovalnih delavcev 
ENOTE KODIRANJA KODE KATEGORIJE 
Imeli smo že več primerov 
spletnega nasilja, tako da smo 
pojav odkrili v vsakem primeru 
drugače. Včasih otroci sami 
pridejo povedat, ker tudi vedno 
povemo, da kar koli je takega, da 
naj pridejo povedat in moram reči, 
da je res, da pridejo »prepozno« 
povedat, ko se stvar že zelo, zelo 
razraste in jo je zelo težko potem 












Šlo je pri vseh primerih za to, da je 
o tem povedala bodisi žrtev ali pa 
nekdo, ki je to videl. (ŠSD 2) 
V mojem primeru sem prisotnost 
spletnega nasilja odkrila preko 
govoric. Glede na to, da izvajam 
DSP, kjer gre za delo 1 na 1 in s 
tem bolj zaupen odnos, mi učenci 
lažje zaupajo določene stvari, ki jih 
sicer drugače mogoče niti ne bi 
izvedela in tudi v tem primeru je 
bilo tako. Tako da mi je nek učenec 
zaupal, da med učenci krožijo gole 
fotografije ene od učenk. Dekle se 
je namreč golo fotografiralo in te 
fotografije poslalo svojemu fantu, 


















zaokrožile med ostalimi fanti 9. 
razreda. (ŠSD 3) 
Ena možnost, da starši sami 
zaznajo, čeprav se mi zdi, da je 
večkrat oz. da če je že bilo tako, da 
so starši sami zaznali spletno 
nasilje pri svojem otroku, da so jim 
potem o tem povedali tudi otroci 
sami. Tako da so sami starši to 






Starši sami zaznali,  
otrok povedal staršem, 









Učenka preko mame sporočila, se 
pravi, učenka je povedala mami in 
je potem mama prišla povedat o teh 
zadevah. Smo na ta način dobili 
prvi indic, da se nekaj dogaja. 
Potem pa smo se pogovorili še s 
celim razredom in raziskovali, kaj 
se je pravzaprav zgodilo oziroma 
se še dogaja. (ŠSD 4)  
Vedno pa učenci ne pridejo sami 
povedat, tako da to potem najlažje 
razrednik zazna. Običajno, ko se 
kakšne punce med sabo zelo 
kregajo ali pa včasih tudi kakšna 
kakšno tudi pocuka, v tem smislu, 
takrat se pa potem to razplete, da 















ŽRTEV SAMA POVEDALA ŠSD (Šolskemu svetovalnemu delavcu povedala žrtev sama 
(ŠSD 1), (ŠSD 2)) 
PREKO OPAZOVALCEV (VRSTNIKOV ŽRTVE) (Govorice vrstnika žrtve (ŠSD 2), 
(ŠSD 3)) 
PREKO STARŠEV ŽRTVE (Starši sami zaznali, otrok povedal staršem, starši povedali 
ŠSD (ŠSD 2), (ŠSD 4)) 
PREKO RAZREDNIKA (Razrednik zaznal spremembe (ŠSD 1)) 
Ugotavljamo, da so intervjuvanci pojav medvrstniškega spletnega nasilja na šolah do sedaj 
odkrili na različne načine. Dva (ŠSD 1, ŠSD 2) med njimi navajata, da jima je o spletnem 
nasilju običajno povedala žrtev sama. Pri tem ena intervjuvanka (ŠSD 1) poudari, da učenci, 
ki so žrtve spletnega nasilja »pridejo »prepozno« povedat, ko se stvar že zelo, zelo razraste in 
jo je zelo težko potem tudi reševat«. Menimo, da je to pomemben podatek za razmislek o tem, 
kako učence spodbuditi, da bi v primeru, da postanejo žrtev spletnega nasilja oziroma opazijo, 
da se spletno nasilje izvaja nad nekom, o tem čim prej povedali odrasli osebi. Po našem 
mnenju so na tem mestu pomemben vir prav preventivne dejavnosti. Preko slednjih lahko 
učence preko konkretnih primerov pojava spletnega nasilja seznanimo z resnostjo le-tega in 
jih na ta način spodbudimo, da ob primeru spletnega nasilja o tem čim prej povedo odrasli 
osebi, bodisi strokovnim delavcem šole bodisi staršem. Pomembno vlogo pri tem ima po 
našem mnenju tudi to, kako se učencem predstavi šolska svetovalna služba oziroma sam 
šolski svetovalni delavec znotraj nje. Menimo, da je pomembno, da se šolski svetovalni 
delavec učencem predstavi kot oseba, ki ji lahko zaupajo in ji povedo o svojih stiskah in 
težavah, med katere spada tudi medvrstniško spletno nasilje. Sami kot eno izmed možnosti 
spodbujanja učencev, da čim prej povedo o spletnem nasilju, torej vidimo v ozaveščanju 
učencev o resnosti pojava spletnega nasilja in v delu na zaupanju učencev oziroma gradnji 
zaupanja med učencem in šolskim svetovalnim delavcem. 
Dva intervjuvanca (ŠSD 2, ŠSD 3) navajata, da sta o pojavu spletnega nasilja med učenci 
izvedela s strani učencev opazovalcev, torej s strani vrstnikov žrtve. Cowie s sodelavci (2000 
v Pečjak 2014, str. 199) pravi, da so vrstniki za otroka in mladostnika pomembna referenčna 
skupina, ki svoje težave zaupa prej kot odrasli osebi in so vrstniki na ta način tudi tisti, ki 
pojav spletnega nasilja zaznajo prej kot odrasli.  
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Da so o prisotnosti medvrstniškega spletnega nasilja med učenci izvedeli preko staršev žrtve, 
prav tako poročata dva intervjuvanca (ŠSD 2, ŠSD 4). Na to, kako pomembno je, da starši o 
dogajanju obvestijo strokovne delavce šole, običajno ravnatelja, šolskega svetovalnega 
delavca in razrednika, opozarjata tudi Hinduja in Patchin (2014, str. 5). 
Ena intervjuvanka (ŠSD 1) dodaja, da so ji o pojavu spletnega nasilja poročali razredniki, ki 
so zaznali verbalno ali celo fizično nasilje med učenci in preko razgovora ugotovili, da je 
slednje odraz medvrstniškega spletnega nasilja: »Vedno pa učenci ne pridejo sami povedat, 
tako da to potem najlažje razrednik zazna. Običajno, ko se kakšne punce med sabo zelo 
kregajo ali pa včasih tudi kakšna kakšno tudi pocuka, v tem smislu, takrat se pa potem to 
razplete, da se je to začelo na Facebooku.« 
Glede na odgovore intervjuvanih šolskih svetovalnih delavcev ugotavljamo, da se le redko 
zgodi, da šolski svetovalni delavci o spletnem nasilju med osnovnošolci izvedo šole, ko se le-
to začne pojavljati v obliki fizičnega ali verbalnega nasilja, kot smo to predvidevali sami, 
glede na to, da je spletno nasilje pojav, ki je zaradi svoje narave včasih manj očiten in ga težje 
prepoznamo (Hinduja in Patchin 2015 v Strabić in Tokić Milaković 2016, str. 186). 
2. Odziv učenca, ustrahovanega preko spleta 
Pri naslednjem vprašanju nas je zanimalo, kako se najpogosteje odzove učenec, ustrahovan 
preko spleta.  
Tabela 11: Seznam enot kodiranja, kod in kategorij v povezavi z najpogostejšim odzivom s strani žrtve 






Lahko je različen 
spekter odzivov. 
Najhujši odzivi, tisti, ki 
so najbolj 
obremenjujoči za 
učenca, so  neka 
splošna anksioznost. 

























zaradi tega tudi popusti 
v šoli. (ŠSD 2) 
OTOŽNOST 
Pogosto se pri učencu 
pojavi tudi večja 
osamljenost, nima 




Se pojavlja globoka 








Na drugi strani tega 
spektra je pa lahko 
samo jeza na tistega 
učenca, ki ga ustrahuje 
oz. mogoče kdaj tudi 
podoben odziv, da gre 
potem za neko vzajemno 
nasilje, se pravi, da je 
lahko učenec istočasno 
tako žrtev kot tudi 
storilec. Odvisno to tudi 
od tega, v kakšnem 
razmerju sta po moči 




















agresiven, razdražljiv in 
vzkipljiv, se brani. Na te 
znake moramo biti zelo 






spremembe v vedenju 
nam lahko pomagajo 
zaznati, da se z 
učencem nekaj dogaja. 
(ŠSD 3) 
Starši in učitelji sami 
opazijo, da so neke 
spremembe v vedenju. 
Ali je učenec zaprt ali 
pa tudi kaže neko 





Osebno se najprej 
spomnim na primer, ki 
je bil letos, ko je dekle 
naredilo samomor, pa 
mislim, da tudi še en 
fant, ko se je na spletu 
razširila igra z desetimi 
stopnjami, pri kateri je 
zadnja stopnja 
samomor, mislim, da se 
igra imenuje Blue 
Whale oziroma v 
prevodu Sinji kit. 
Drugače pa pri nas 
učenci kar povejo, tako 
da bi bile neke 
vedenjske spremembe v 
smislu zapiranja vase, 
umika, tega jaz nisem 
zaznala. (ŠSD 1) 
Samomor  
SAMOMORILNE 
MISLI IN VEDENJE 
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Ga je strah pred 
prihodom v šolo, strah 






















Za učenca je to 
psihična obremenitev, 
ki vodi v stres. Odraža 
se v obliki upada 
šolskega uspeha, 
nezbranosti pri pouku, 
stalne negotovosti. 
Učenec je takrat v 
nenehnem stresu in mu 
je stres že samo to, da 
pride v šolo in če 
potreba po varnosti, po 
dobrem počutju ni 
zagotovljena, se učenec 
ne more normalno uči. 
(ŠSD 3) 
Velikokrat se zgodi tudi 
to, da je znak to, da 
izostaja od pouka. (ŠSD 
4) 
Pojavljajo se lahko 
kakšne psihosomatske 
težave, recimo, opazi 
se, da je otrok 
odmaknjen, izoliran, ali 
je to doma ali se vidi v 









4 Pri tem vprašanju smo kategorije oblikovali na osnovi obstoječe teorije Hinduja in Patchin 
(2008 v Shemon 2009, str. 8). 
KATEGORIJE IN PODKATEGORIJE 
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ČUSTVENO STANJE IN VEDENJSKE SPREMEMBE 
Zadržanost, odmaknjenost, stalna negotovost, strah, anksioznost, depresija, globoka 
otožnost (splošna anksioznost (ŠSD 2); stres (ŠSD 3); depresija (ŠSD 4); globoka otožnost 
(ŠSD 4); stalna negotovost (ŠSD 3); osamljenost (ŠSD 3); zadržanost (ŠSD 3)) 
Agresija, razdražljivost, vzkipljivost (agresija (ŠSD 2), (ŠSD 3), (ŠSD 4); razdražljivost 
(ŠSD 3); vzkipljivost (ŠSD 3)) 
Samomorilne misli in vedenje (samomor (ŠSD 1)) 
SPRMEMBE NA RAVNI ŠOLSKEGA DELA (strah pred prihodom v šolo (ŠSD 2), (ŠSD 
3), (ŠSD 4); strah pred odmori (ŠSD 2); nezbranost pri pouku (ŠSD 3); padec učnih dosežkov 
(ŠSD 3)) 
PSIHOSOMATSKE TEŽAVE (psihosomatske težave (ŠSD 4)) 
Intervjuvanci navajajo različen spekter najpogostejših odzivov žrtve na medvrstniško spletno 
nasilje. Trije intervjuvanci (ŠSD 2, ŠSD 3, ŠSD 4) pravijo, da je najpogosteje odziv učenca, 
ki je ustrahovan, preko spleta viden na ravni čustvenih in vedenjskih sprememb, ki gredo 
lahko v dve smeri. Učenec se po mnenju intervjuvancev lahko odzove bodisi z zapiranjem 
vase (ŠSD 3), umikom (ŠSD 3), osamljenostjo (ŠSD 3), s stalno negotovostjo (ŠSD 3), 
strahom in tesnobo (ŠSD 2), otožnostjo (ŠSD 4), v skrajnem primeru celo z depresijo (ŠSD 
4), bodisi z agresijo (ŠSD 2, ŠSD 3, ŠSD 4), razdražljivostjo (ŠSD 3) in vzkipljivostjo (ŠSD 
3). Ena intervjuvanka (ŠSD 1) pa kot odziv učenca na spletno nasilje navaja samomor, ki ga 
prav tako uvrščamo pod vedenjske spremembe: »Osebno se najprej spomnim na primer, ki je 
bil letos, ko je dekle naredilo samomor, pa mislim, da tudi še en fant, ko se je na spletu 
razširila igra z desetimi stopnjami, pri kateri je zadnja stopnja samomor, mislim, da se igra 
imenuje Blue Whale oziroma v prevodu Sinji kit.« Ugotavljamo, da intervjuvanka po 
odgovoru odstopa od odgovorov ostalih intervjuvancev. Navaja namreč zgolj odziv, ki je 
hkrati tudi tisti najbolj skrajni odziv žrtve. Pri slednji se pred samomorilnimi mislimi in 
vedenjem običajno pojavijo še drugi znaki, kot so tesnoba, glavoboli, slabost, depresija ipd. 
(Notar idr. 2013a, str. 134). 
Trije intervjuvanci navajajo, da je pogost odziv učenca, ki je žrtev spletnega nasilja, viden 
tudi preko sprememb na ravni šolskega dela, tj. učenec ima strah pred prihodom v šolo (ŠSD 
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2, ŠSD 3, ŠSD 4), strah pred odmori (ŠSD 2), je nezbran pri pouku in se pri njem lahko 
pojavi padec učnih dosežkov (ŠSD 3).  
Ena intervjuvanka (ŠSD 4) pa kot odziv učenca na spletno nasilje navaja pojav različnih 
psihosomatskih težav. Intervjuvanka sicer ne navaja konkretnih oblik le-teh, vendar se te 
največkrat pojavijo v obliki glavobolov, slabosti, nespečnosti, kot motnje hranjenja 
(Subramanian 2014, str. 101; Završnik 2013, str. 230; Wolfson 2016).  
Ugotavljamo, da so vsi odzivi, ki jih navajajo naši intervjuvanci, pravzaprav vse ključne 
posledice, ki jih spletno nasilje prinaša žrtvi. Hinduja in Patchin (2008 v Shemon 2009, str. 8) 
v svoji teoriji, na osnovi  katere smo pri tem vprašanju oblikovali kategorije, poudarjata, da 
žrtev spletnega nasilja lahko utrpi negativne posledice tako na ravni fizičnega, socialnega 
(umik, osamljenost), čustvenega (od anksioznosti, otožnosti, depresije, samomorilnih misli 
ipd. do agresije, vzkipljivosti) in kognitivnega delovanja (nezbranost v šoli, padec učnih 
dosežkov), kot tudi na ravni njenega celostnega osebnostnega razvoja in splošnega dobrega 
počutja (psihosomatske težave). 
3. Znaki za prepoznavo žrtve spletnega nasilja 
V povezavi z odzivanjem žrtve na medvrstniško spletno nasilje nas je zanimalo tudi, kateri 
znaki so po mnenju šolskih svetovalnih delavcev ključni za prepoznavo žrtve medvrstniškega 
spletnega nasilja. Poleg tega pa nas je zanimalo tudi, kako pogosto šolski svetovalni delavci 
spletno nasilje med vrstniki prepoznajo šele, ko se le-to začne odražati v manj prikritih 




Tabela 12: Seznam enot kodiranja, kod in kategorij v povezavi z znaki za prepoznavo žrtve 
medvrstniškega spletnega nasilja 
ENOTE KODIRANJA KODE KATEGORIJE 
Nič drugače kot tako žrtev 
katerega koli nasilja, saj 
verjetno je tudi kakšna 
vzporednica, da spletno nasilje 
ni izolirano. Tako da je to nekaj 
takih, kot sem jih že prej 
našteval, to so tisti bolj očitni. 
Glede področja vedenja, da se 
na primer izogiba nečemu, gre 
za izogibalno vedenje do 
določenih situacij, do šole na 













SPREMEMBE Slaba volja, osamitev, 
zadržanost, tihost, ne 
opravljanje šolskih obveznosti 
ali pa ravno obratno, torej 
vzkipljivost, vznemirjenost 
učenca. Ključna je torej, kot sem 
že omenila, neka sprememba v 
vedenju. Lahko je to 
osamljenost, sramežljivost ali pa 
vzkipljivost, razdraženost za 









V šoli najbolj viden je izostanek 
in to, da je učenec čisto 
odmaknjen od večine oziroma 
od skupine. Na primer, da sedi 
nekje v kotu med odmori ali na 
Izostanek od pouka 
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robu klopce, ko se ostali igrajo. 
(ŠSD 4) 
Na koncu običajno vedno pride 
do kakšnega pretepa ali pa do 
izločanja, ki ga razrednik hitro 
opazi. Tako da največkrat preko 
tega potem prepoznamo, da se 
nekaj dogaja in iz razgovora z 
učenci izvemo, da se je vse 
skupaj začelo na spletu. (ŠSD 1) 
 
 










Večkrat gre pa lahko tudi za 
tisto, da se žrtev vede kot 
storilec, da potem tudi mogoče 
agresivno odreagira ali na 
spletno nasilje s fizičnim 
nasiljem ali z verbalnim 
nasiljem.(ŠSD 2) 
Lahko so tudi telesne reakcije, 
na primer več slabosti, 
glavobolov. Potem tudi nizka 
samopodoba, kar se lahko 
potem odraža tudi na govoru, 
vedenju, samozaničevalne misli, 






PSIHOSOMATSKI ZNAKI  








VEDENJSKE SPREMEMBE (izogibanje določenim situacijam, šoli (ŠSD 2); slaba volja 
(ŠSD 3); zadržanost, tihost, osamljenost (ŠSD 3), (ŠSD 4); sramežljivost (ŠSD 3); ne 
opravljanje šolskih obveznosti (ŠSD 3); izostanek od pouka (ŠSD 4); vzkipljivost, 
vznemirjenost učenca (ŠSD 3)) 
TRADICIONALNO MEDVRSTNIŠKO NASILJE (fizično nasilje ali verbalno nasilje 
(ŠSD 1), (ŠSD 2); izločenost osebe (ŠSD 1)) 
PSIHOSOMATSKI ZNAKI (slabost, glavoboli (ŠSD 2); težave na ravni samopodobe (ŠSD 
2)) 
Trije intervjuvanci (ŠSD 2, ŠSD 3, ŠSD 4) kot ključni znak za prepoznavo žrtve spletnega 
nasilja navajajo spremembe na področju čustev in vedenja učenca, tj. slaba volja, tihost, 
izogibanje določenim situacijam, sramežljivost, osamljenost, izostanek od pouka ipd.  
Dva intervjuvanca (ŠSD 1, ŠSD 2) pravita, da žrtev spletnega nasilja najpogosteje 
prepoznamo, ko se pojav spletnega nasilja začne odražati v obliki fizičnega ali verbalnega 
nasilja nad žrtvijo. Ob tem en od intervjuvancev (ŠSD 1) dodaja, da je poleg tega znak za 
prepoznavo žrtve tudi izločenost učenca, ki je žrtev spletnega nasilja: »Na koncu običajno 
vedno pride do kakšnega pretepa ali pa do izločanja, ki ga razrednik hitro opazi.« 
En intervjuvanec (ŠSD 2) k navedenim znakom za prepoznavo žrtve spletnega nasilja dodaja 
še  psihosomatske znake, torej telesne reakcije (slabost, glavoboli) ter spremembe na področju 
samopodobe (govor, vedenje, samozaničevalne misli). »Lahko tudi telesne reakcije na primer 
več slabosti, glavobolov, potem tudi nizka samopodoba, kar se lahko potem odraža tudi na 
govoru, vedenju, samozaničevalne misli, izrazitejši strah in anksioznost.« 
Glede na odgovore naših intervjuvancev ugotavljamo, da intervjuvani šolski svetovalni 
delavci spletno nasilje med učenci večkrat odkrijejo na osnovi vedenjskih sprememb učencev 
kot pa na osnovi manifestacije spletnega nasilja v obliki fizičnega oziroma verbalnega nasilja 
med učenci. O slednjem namreč poročata dva od štirih intervjuvancev, medtem ko o 
vedenjskih spremembah poročajo trije od štirih intervjuvancev. Torej lahko le predvidevamo, 
da šolski svetovalni delavci sicer pogosto, ampak ne najpogosteje, prepoznavajo spletno 
nasilje šele, ko se slednje začne odražati v manj prikritih oblikah medvrstniškega nasilja (v 
obliki fizičnega ali neposrednega psihičnega nasilja). 
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4. Odziv svetovalnega delavca na medvrstniško spletno nasilje 
Šolski svetovalni delavci so lahko ena izmed oseb, na katero se žrtev, starši in/ali drugi 
strokovni delavci šole obrnejo po pomoč v primeru spletnega nasilja kot posebne vrste 
medvrstniškega nasilja (Lešnik Mugnaioni idr. 2016, str. 22). Zato nas je pri tem vprašanju 
zanimalo, kako se šolski svetovalni delavci odzivajo, ko se srečajo s primerom 
medvrstniškega spletnega nasilja.  
Tabela 13: Seznam enot kodiranja, kod in kategorij v povezavi z odzivom šolskega svetovalnega delavca 
na medvrstniško spletno nasilje 
ENOTE KODIRANJA KODE PODKATEGORIJE KATEGORIJE 
Vsekakor poskušam stvari 















Smo najprej prisluhnili 
žrtvi in se pač posvetili 
tudi njej, da smo jo 
nekako opolnomočili, da 
je v redu, da je to 
povedala. Da smo jo 
nekako tudi mogoče 
razbremenili neke krivde 
in da je s tem čutila, da 
ima podporo, da se lahko 
zanese, da lahko pove o 
stvareh, ki jo težijo. Njo 
smo tudi osvestili o varni 
uporabi interneta in 
spletnih omrežij. O tem, 
da je neke stvari, ki se na 
spletu pišejo ali širijo, 
zelo težko ustaviti. (ŠSD 
2) 
Ko mi je učenec povedal, 
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kaj se dogaja, sem izvedla 
individualni svetovalni 
razgovor z učenko, ki je 
bila žrtev spletnega 
nasilja. (ŠSD 3) 
Predno smo se lotili 
opravljanja katerega koli 
razgovora, smo o 
dogajanju obvestili tudi 
vodstvo. Tako da so bili 
obveščeni, da se dogajajo 
res neke hude zadeve na 










Če sta v primer spletnega 
nasilja vpletena dva, ju 
prosim, da mi odpreta 
svojo Facebook stran, obe 
strani, da jaz vse to 
preberem in potem 
skušam, saj je težko 
ugotoviti, tako kot sem že 
prej rekla, kdo je začel. 
Malo se tudi potem 
pogovorimo o 
primernosti, o samem 
izrazoslovju. Preberem to 
na glas, sicer s težkim 
srcem, ker se res s 
takšnimi besedami 
obmetavajo včasih, da oni 



































Mislim, da je pri njih tudi 
to problem, da jim je lažje 
napisati. Izgovorjena 
beseda te bolj prizidane in 
takrat se pa potem malo 






Če je storilec znan, se 
lahko tudi s storilcem 
pogovorimo, zahtevamo, 
da stvari izbriše, umakne 
z aplikacije, družabnega 
omrežja ali kjer koli, kjer 
se je kaj takega dogajalo. 
(ŠSD 2) 
Smo opravili ločene 
razgovore z žrtvijo in 
potem s storilcem 
nasilnega dejanja oziroma 
s storilci, ker jih je bilo 
več v tem primeru. (ŠSD 
4) 
O dogajanju sem 
obvestila razrednika, 
ravnatelja in šolskega 










Sicer najprej, če se da, 
poskušamo primer 
razrešiti tukaj na šolski 
ravni, če pa ne gre, če gre 
za kakšne takšne »hujše« 
primere, pa vključimo tudi 
starše. Smo imeli tudi 
primer v devetem razredu, 
ko smo imeli sestanek z 
vsemi dekleti, z vsemi 
starši. Moram reči, da je 
to, torej pogovor s starši 
in otroki skupaj, ena 
izmed bolj učinkovitih 
metod. (ŠSD 1) 
 
Pogovor s 























Pokličemo tudi starše, jih 
o tem obvestimo in jih 
napotimo k temu, da zares 
skrbijo in spremljajo to, 
kar njihov otrok počne na 
spletu. (ŠSD 2) 
 Skupaj s šolskim 
psihologom in 
ravnateljem smo še enkrat 
izvedli svetovalni 
razgovor z učenko, 
kasneje pa še z učenci, ki 
so fotografije pošiljali 
naprej. Pri tem razgovoru 
je bila prisotna tudi žrtev, 
saj je sama izrazila željo, 
















sicer najprej želeli izvesti 
razgovor samo z učenci, 
ki so fotografije pošiljali 
naprej, brez učenke, 
ampak je učenka sama 
izrazila željo, da želi biti 
zraven, tako da smo ji to 
omogočili. Učenka je bila 
zelo samozavestna ni 
imela nobenih težav in 
tako smo se vsi skupaj 
soočili. (ŠSD 3) 
Potem pa smo imeli še 
skupinski razgovor znotraj 
celotnega razreda ter 









ODDELKOM IN S 
STARŠI 
Po izvedenem razgovoru 
smo pa na posvetovalni 
razgovor povabili tudi 
učenkine, žrtvine starše. 
Pri tem razgovoru smo 
bili prisotni jaz, šolski 
psiholog in učenkini 














Če je potem vključena še 
policija ali center za 
socialno delo, potem 
sodelujemo tudi v teh 












KATEGORIJE IN PODKATEGORIJE 
PRVI ODZIV  
Zaščita in opolnomočenje žrtve (Stvari čim prej ustaviti (ŠSD 1); žrtvi prisluhnili, jo 
razbremenili krivde, sramu, ji dali podporo (ŠSD 2), (ŠSD 3); jo opolnomočili in osvestili o 
varni rabi interneta in spletnih omrežij (ŠSD 2)) 
Obveščanje vodstva in razrednikov (obvestilo vodstvu in razrednikom (ŠSD 4)) 
DRUGI KORAK 
Svetovalni razgovor z žrtvijo in s storilcem/storilci (branje zapisov na Facebooku (ŠSD 1); 
pogovor/razgovor z vpletenimi (ŠSD 2), (ŠSD 4)) 
Obveščanje vodstva in razrednikov (obvestilo vodstvu in razrednikom (ŠSD 3)) 
TRETJI KORAK 
Posvetovalni razgovor s starši vpletenih (pogovor s starši vseh vpletenih (ŠSD 1), (ŠSD 2); 
pogovor s starši in otroci skupaj (ena izmed bolj učinkovitih metod) (ŠSD 1)) 
Svetovalni razgovor z žrtvijo in s storilcem/storilci  (Ponovni svetovalni razgovor z žrtvijo; 
razgovor s storilci (ŠSD 3)) 
Pogovor z oddelkom in starši (razgovor z razredom in starši (ŠSD 4)) 
ČETRTI KORAK 
Posvetovalni razgovor s starši vpletenih (Posvetovalni razgovor s straši žrtve (ŠSD 3)) 
Sodelovanje v postopkih CSD in policije (Sodelovanje s policijo in CSD (ŠSD 2)) 
V primeru, da je svetovalni delavec tisti, ki zazna nasilje, mora najprej vedno poskrbeti za 
zaščito žrtve in o problemu obvestiti vse pristojne, torej ravnatelja in razrednika učenca. 
Predvsem je pomembno, da se svetovalni delavec z žrtvijo pogovori, jo pomiri in ji nudi 
čustveno podporo (D. Lešnik Mugnaioni 2016, str. 22). Takšen je bil tudi prvi odziv vseh 
naših intervjuvancev. Trije intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3) navajajo, da so najprej 
poskrbeli za zaščito žrtve, ji prisluhnili, jo razbremenili, ji dali podporo in jo opolnomočili. 
Ena intervjuvanka (ŠSD 4) pa je najprej o vsem obvestila vodstvo in razrednike.  
Nadaljnji koraki odzivanja na medvrstniško spletno nasilje intervjuvancev se nekoliko 
razlikujejo, vendar pa imajo tudi določene skupne točke. Trije intervjuvanci navajajo, da so 
po zaščiti žrtve (ŠSD 1, ŠSD 2) oz. obveščanju vodstva in razrednikov (ŠSD 4) izvedli 
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svetovalni razgovor z žrtvijo in potem še svetovalni razgovor s storilcem oziroma storilci v 
primeru, da so bili le-te znani. Ena intervjuvanka (ŠSD 3) pa pravi, da je bil njen naslednji 
korak obvestitev vodstva in razrednikov. Zato je bil razgovor z žrtvijo in storilci njen tretji 
korak v okviru odzivanja na pojav medvrstniškega spletnega nasilja.  
Pri treh intervjuvancih (ŠSD 1, ŠSD 2, ŠSD 4) je bil tretji korak posvetovalni razgovor s 
starši. Ob tem ena intervjuvanka (ŠSD 4) dodaja še pogovor z oddelkom. Pri eni intervjuvanki 
(ŠSD 3) je bil posvetovalni razgovor s starši vpletenih četrti korak odzivanja na spletno 
nasilje med učenci. En intervjuvanec (ŠSD 2) kot svoj zadnji korak navaja še sodelovanje v 
postopkih policije in centra za socialno delo v primerih, kjer je to potrebno.  
Ugotavljamo, da ne glede na to, da zaporedje korakov odzivanja ni pri vseh intervjuvancih 
enako, vsi intervjuvanci v okviru odzivanja na spletno nasilje med učenci poskrbijo za zaščito 
žrtve, izpeljejo svetovalni razgovor z žrtvijo in s storilcem oz. storilci ter posvetovalni 
razgovor s starši vpletenih. Gre za temeljne korake odzivanja šolskega svetovalnega delavca v 
primeru spletnega nasilja med učenci, ki jih D. Lešnik Mugnaioni s sodelavci (2016, str. 22) 
priporoča znotraj Navodil s priročnikom za obravnavo medvrstniškega nasilja v vzgojno-
izobraževalnih zavodih (2016). Po priporočilih D. Lešnika Mugnaionija s sodelavci (prav tam) 
mora šolski svetovalni delavec najprej vedno poskrbeti za zaščito žrtve, kjer je pomembno, da 
se svetovalni delavec z žrtvijo pogovori, jo pomiri in ji nudi čustveno podporo in o problemu 
obvesti vse pristojne, torej ravnatelja in razrednika učenca. Gre za takojšnjo intervencijo. Tej 
sledi t. i. procesna intervencija, znotraj katere svetovalni delavec izpelje še svetovalne 
razgovore z ostalimi vpletenimi in načrtuje potek dela s posameznikom, skupino ali razredom 
(prav tam, str. 7). Gre za poglobljeno delo z vsemi akterji medvrstniškega spletnega nasilja, v 
okviru katerega vloga šolskega svetovalnega delavca pride najbolj do izraza. 
5. Reševanje problematike spletnega nasilja šole kot celote 
Glede na to, da Lesjak (2016, str. 14) poudarja, da ima šola in vsi akterji znotraj nje 
pomembno vlogo pri danes vse bolj razširjenem problemu spletnega nasilja, saj je šola 
institucija, v kateri otroci in mladostniki preživijo vsaj tretjino svojega časa, nas je zanimalo 
tudi, kako se s problematiko medvrstniškega spletnega nasilja sooča šola kot celota.  
Tabela 14: Seznam enot kodiranja, kod in kategorij v povezavi z reševanjem problematike 
medvrstniškega spletnega nasilja šole kot celote 
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ENOTE KODIRANJA KODE KATEGORIJE 
Reševanja se lotimo najprej na 
ravni razrednik – otrok, potem 
razrednik – otrok – starši, potem 
pa še svetovalna služba, lahko pa 
tudi direktno mene. (ŠSD 1) 
Pogovor razrednika z 









Potem pa so na meni predvsem ti 
individualni razgovori in 
velikokrat tudi obveščanje staršev 
o dogodkih in se potem oni 
odzovejo, odvisno od primera, 
lahko imamo skupaj z vodstvom 
razgovore, lahko pa samo z mano 
in razrednikom in recimo 
dostikrat povabimo zraven tudi 
otroke, seveda pa ne na način, da 











Sodelovanje s starši 
(ŠSD, razrednik) 
Drugače pa šola sodeluje kot 
celota, seveda, saj moramo biti vsi 
zraven. Nismo imeli še takega 
primera, da bi vključili ravnatelja, 
se nam noben ni zdel tako »hud«, 
da bi bilo to potrebno. Je pa 
pogosto vključena pomočnica 
ravnatelja, predvsem zaradi tega, 
ker je strokovnjakinja na tem 
področju, ker je informatik po 
stroki in je absolutno pomemben 
člen vsega tega. Še posebej na 





















V reševanje problema spletnega 
nasilja se načeloma vključi šolsko 
svetovalno službo in razrednika 
učenca, ki je žrtev, ter razrednika 
učenca, ki je izvajalec nasilja. 
Tako da ima poleg svetovalnega 
delavca tudi razrednik pogovore z 
akterji.  Za hujše oblike nasilja 
med vrstniki pa se v reševanje 
vključi tudi ravnatelja. V večini 
primerov je o pojavu ravnatelj 













Če se stvar tiče več ali manj 
predmetne stopnje, potem jaz 
seveda sodelujem in se povežem še 
z vodstvom in tudi tam imamo, 
bom rekla, predpripravljalne 
sestanke, kjer debatiramo, o tem, 
kaj in kako. (ŠSD 4) 
Šolska svetovalna služba, ker nas 
je več profilov, se med seboj malo 
posvetujemo, izmenjamo 
informacije, nekateri imajo tudi 
več izkušenj, let in tudi mogoče s 
konkretnim primerom. Se o tem 
pomenimo in razmislimo, kateri  
bi bili najboljši ukrepi, na kakšne 





Če so pa kakšne zadeve, recimo, 
da so za njih pristojne, potem še 
zunanje institucije, če je potrebno 
vključiti CSD ali obvestiti policijo, 
pa potem navežemo stik tudi z 
njimi in se oblikujejo 
multidisciplinarni timi oziroma 








S pomočjo preventivnih 
dejavnosti. Torej, da poskušamo s 
strokovnjaki izpeljati različne 
preventivne aktivnosti, ali je to 
Varni internet ali Safe.si ali 
Neodvisen.si. Nekatere 
preventivne dejavnosti so 
združene tako, da so bile 
dopoldan preventivne delavnice za 
učence pa potem popoldan še za 
starše. Včasih pa je zajeta samo 
ena skupina. Dobro je, da te stvari 
slišijo, ampak da bi bilo samo to 
dovolj, pa ni. Pomembno je, da se 
vsaj zavedajo nekih posledic tega 
in da se v trenutku, ko bi nekaj 
napisali ali poslali, ustavijo. (ŠSD 
2) 
 













MEDSEBOJNO SODELOVANJE IN POSVETOVANJE ŠSS, RAZREDNIKOV IN 
VODSTVA (medsebojno sodelovanje razrednikov in ŠSS (ŠSD 1), (ŠSD 3); sodelovanje 
vodstva (ŠSD 1), (ŠSD 3), (ŠSD 4); posvetovanje ŠSD (ŠSD 4)) 
146 
 
PORAZDELITEV VLOG (pogovor razrednika z otroki in starši (ŠSD 1); individualni 
razgovori (ŠSD) (ŠSD 4); sodelovanje s starši (ŠSD, razrednik) (ŠSD4))  
VKLJUČITEV IN SODELOVANJE Z ZUNANJIMI INSTITUCIJAMI (sodelovanje z 
zunanjimi strokovnjaki (ŠSD 4)) 
Z ORGANIZACIJO PREVENTIVNIH DEJAVNOSTI (preventivne dejavnosti (ŠSD 2)) 
Tri intervjuvanke (ŠSD 1, ŠSD 3, ŠSD 4) navajajo, da se šola s problematiko spletnega nasilja 
sooča tako, da se v reševanje primera spletnega nasilja vključijo skoraj vsi strokovni delavci 
šole, torej razrednik, šolski svetovalni delavec in vodstvo šole (bodisi ravnatelj bodisi 
pomočnica ravnatelja). Ti medsebojno sodelujejo in se posvetujejo o poteku reševanja 
primera. Vidik medsebojnega posvetovanja izpostavlja ŠSD 4, ki navaja, da se o načinu 
reševanja primera najprej med seboj posvetujejo vsi šolski svetovalni delavci, zaposleni 
znotraj šolske svetovalne službe. Znotraj šolske svetovalne službe so pogosto zaposleni 
svetovalni delavci različnih profilov, z različnimi izkušnjami in leti delovne dobe, zato je 
smiselno, da med seboj izmenjajo izkušnje, mnenja, znanja, ki jih imajo, in poskušajo poiskati 
najbolj ustrezne načine reševanja posamezne problematike.  
Poleg medsebojnega sodelovanja iz odgovorov dveh intervjuvank (ŠSD 1, ŠSD 4) lahko 
razberemo, da se s problematiko medvrstniškega spletnega nasilja šola, na kateri sta 
zaposleni, sooča tako, da si učitelji in ostali strokovni delavci šole porazdelijo vloge znotraj 
reševanja primera. ŠSD 1 navaja, da pogovor z otroki in starši izpeljejo razredniki, ki v 
procesu reševanja primera tudi sodelujejo s starši. ŠSD 4 pa izpostavi, da individualne 
razgovore z učenci izpelje šolski svetovalni delavec. Slednji o dogajanju obvesti starše, s 
katerimi skupaj z razrednikom izpelje tudi posvetovalne razgovore. Poleg tega pa šolski 
svetovalni delavec o dogajanju obvesti in sodeluje z vodstvom šole.  
Obe intervjuvanki (ŠSD 1, ŠSD 4) kot način soočanja s problematiko medvrstniškega 
spletnega nasilja šole kot celote navajata vključenost staršev. ŠSD 4 pa dodaja, da v reševanje 
problematike spletnega nasilja, ko je to potrebno, vključijo tudi zunanje strokovnjake in 
sodelujejo v multidisciplinarnih timih.  
Na osnovi odgovorov intervjuvancev ugotavljamo, da se na šolah, na katerih so zaposleni naši 
intervjuvanci, s problematiko medvrstniškega spletnega nasilja soočajo na način, da v 
reševanju primera medsebojno sodelujejo skoraj vsi akterji šole. Na pomen sodelovanja vseh 
akterjev šole pri soočanju s pojavom medvrstniškega spletnega nasilja opozarja tudi Lesjak 
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(2016, str. 14), ki pravi, da je v primeru spletnega nasilja pomembno, da se medsebojno 
povežejo vse vpletene strani, torej tako šolska svetovalna služba, učitelji, učenci, vodstvo kot 
tudi starši. Za učinkovito medsebojno sodelovanje pa je pomembno, da se znotraj sodelovanja 
jasno opredelijo tudi vloge, ki jih imajo posamezniki, vključeni v reševanje problematike 
medvrstniškega spletnega nasilja. 
O drugačnem načinu soočanja s problematiko spletnega nasilja šole kot celote poroča 
intervjuvanec ŠSD 2, ki je po strokovnem profilu psiholog. Ta navaja, da problematiko 
medvrstniškega spletnega nasilja šola kot celota rešuje s pomočjo organizacije preventivnih 
dejavnosti za otroke in starše. Pri tem izpostavlja, da je ključno, da se učenci zavedajo 
posledic, ki jih prinaša spletno nasilje: »Dobro je, da te stvari slišijo, ampak da bi bilo samo 
to dovolj, pa ni. Pomembno je, da se vsaj zavedajo nekih posledic tega in da se v trenutku, ko 
bi nekaj napisali ali poslali, ustavijo.« Tudi preventivne dejavnosti so pomemben del 
soočanja šole s pojavom spletnega nasilja med učenci, saj zmanjšujejo tveganje za nastanek 
medvrstniškega spletnega nasilja (Lešnik Mugnaioni 2012, str. 161). Kot lahko ugotovimo, 
intervjuvanec navaja samo organizacijo preventivnih dejavnosti za učence in starše, zato se 
nam na tem mestu postavlja vprašanje: kaj pa podpora učiteljem in ostalim strokovnim 
delavcem? Menimo, da je pomemben del soočanja s problematiko medvrstniškega spletnega 
nasilja organizacija preventivnih dejavnosti tudi za učitelje in ostale strokovne delavce šole. 
Prav tako pa je pomembna že omenjena medsebojna podpora, ki jo lahko strokovni delavci z 
različnim znanjem in izkušnjami skozi proces soočanja s spletnim nasiljem nudijo drug 
drugemu.  
6. Spletno nasilje v šolskih dokumentih 
Eden od načinov, kako se lahko šola bolj učinkovito spoprijema s primerom spletnega nasilja 
med vrstniki, je tudi jasno oblikovana šolska politika. Pri tem vprašanju smo tako ugotavljali, 
ali imajo na šolah, na katerih so zaposleni intervjuvani šolski svetovalni delavci, problem 





Tabela 15: Seznam enot kodiranja, kod in kategorij v povezavi z opredelitvijo spletnega nasilja v šolskih 
dokumentih 
ENOTE KODIRANJA KODE KATEGORIJE 
V samih dokumentih mi eksplicitno 





nasilje na splošno 
 
 






V šolskih dokumentih prav spletnega 
nasilja izrecno nimamo navedenega. 
Govorimo o nasilju na splošno, nikjer 
pa ne konkretno o spletnem nasilju. 
Kar pa je potem priložnost, da ob 
prenovi pravil omenimo tudi to. (ŠSD 
2) 
Konkretno spletnega nasilja ne. (ŠSD 
3) 
V Pravilih je jasno zapisana tudi 
prepoved rabe telefona v času pouka, 
kar nam je v pomoč, saj lahko otroka, 
ki izvaja tako vrsto nasilja, tudi 
primerno sankcioniramo, dobi nek 
določen alternativni ukrep. Je pa 
odvisno, kolikokrat se to zgodi. V 
Pravilih imamo namreč opredeljene 
lažje, srednje in težje kršitve in če se 
kršitev, ki je opredeljena kot lažja, 
ponovi večkrat, lahko postane težja in 
sledi lahko tudi vzgojni opomin. In to 
velja pri nas za vsako vrsto nasilja, 
tudi za spletno nasilje, seveda. 
Slednjega jemljemo enakovredno 
resno kot pa katero koli drugo obliko 
V Pravilih prepoved 
rabe telefona,  


















medvrstniškega nasilja. (ŠSD 1) 
En način preprečevanja je tudi to, da 
imamo na šoli prepoved uporabo 
mobilnih naprav in drugih naprav. 
Samo z dovoljenjem učitelja lahko 
učenci to uporabljajo, tako da je to en 
tak ukrep, da vsaj malo omejimo, da 
ni nekega stalnega uporabljanja teh 
naprav. (ŠSD 2) 
Imamo pa v pravilih šolskega reda 
zapisano, da je med poukom in na 
šolskih izletih, npr. ekskurzijah, 
prepovedana uporaba mobitelov. 
Prav tako so zapisane tudi posledice 
ob kršitvi. V kolikor učenec uporablja 
mobitel med poukom, se mu ga 
odvzame in se ga shrani v tajništvu, 
ponj pa morajo priti starši. (ŠSD 3) 
V vzgojnem načrtu prav tako ni 
konkretnega zapisa o spletnem 
nasilju, so pa določene točke, ki bi 
nam lahko pomagale pri soočanju 
oziroma pri preprečevanju spletnega 
nasilja med našimi učenci. Ena izmed 
njih je tudi dobra komunikacija, ki jo 
pri učencih poskušamo razviti s 
pomočjo dejavnosti poslušanje, 
reševanje sporov in asertiven način 
sporočanja svojih čustev. V pomoč so 
nam tudi v načrtu zapisana orodja za 
razvoj veščin samoobvladovanja, 
Vzgojni načrt v 
pomoč pri soočanju 
in preprečevanju  
 
 
V VZGOJNEM NAČRTU 




pozitivnega odnosa, empatije in 
samozavedanja. (ŠSD 3) 
V Pravilniku o šolskem redu naše šole 
je zapisano, da je  virtualno nasilje 
obravnavano kot ena izmed težjih 
oziroma najtežjih kršitev in kot šola je 
tisti naš najvišji ukrep vzgojni 
opomin. (ŠSD 4) 
Pravilnik o šolskem 
redu: virtualno 








Drugače se pa ravnamo po tej 
sorazmernosti, odvisno od vrste in 
potem temu prilagodimo ukrep 
oziroma poiščemo rešitev. Najstrožji 
ukrep je vzgojni opomin in potem, 
poleg tega, kar sva že govorili, da se 
potem izvajajo razgovori, delavnice. 
Zelo ohlapna zadeva, se pravi, 
določen je tisti najvišji ukrep, da bi 
imel določeno, kateri so vsi tisti 
vmesni koraki, pa niso, zato pa 
imamo potem te time in sestanke, kjer 
pa potem mi določamo, recimo, kako 
začeti zdaj od koraka ena pa do 
koraka, tistega, ki je najvišji, ali se ga 
bomo po služili ali ne, katere so še 
vmesne stopnje. Torej ni to tisto, da bi 
lahko rekli, da imaš vse opredeljeno, 
da ti je to v največjo pomoč. 
Velikokrat moraš biti res iznajdljiv in 
izmenjevati izkušnje, se pogovarjati, 











REŠEVANJE NE MORE 







SPLETNO NASILJE V ŠOLSKIH DOKUMENITIH EKSPLICITNO NI 
OPREDELJENO (eksplicitno ni opredeljeno, samo nasilje na splošno (ŠSD 1), (ŠSD 2), 
ŠSD 3)) 
V PRAVILIH ŠOLSKEGA REDA PREPOVED RABE MOBILNIH NAPRAV (v 
Pravilih prepoved rabe telefona (ŠSD 1), (ŠSD 2), (ŠSD 3); v pomoč pri sankcioniranju in 
omejevanju (ŠSD 1), (ŠSD 2)) 
V VZGOJNEM NAČRTU TOČKE, KI SO V POMOČ (vzgojni načrt v pomoč pri 
soočanju in preprečevanju (ŠSD 3)) 
VIRTUALNO NASILJE OPREDELJENO V PRAVILIH ŠOLSKEGA REDA (Pravilnik 
o šolskem redu: virtualno nasilje kot najtežja kršitev (ŠSD 4)) 
REŠEVANJE NE MORE BITI LE PRAVNO REGULIRANO (pomembna lastna 
iznajdljivost ŠSD in medsebojno sodelovanje (ŠSD 4)) 
Trije intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3) navajajo, da problem medvrstniškega spletnega 
nasilja v šolskih dokumentih eksplicitno ni zapisan. Pravijo, da imajo v Pravilih šolskega reda 
zapisano prepoved rabe telefona v času pouka, kar jim je v pomoč pri omejevanju pojava 
spletnega nasilja (ŠSD 2) in pri tem, da je otrok, ki izvaja spletno nasilje, ustrezno 
sankcioniran z alternativnim ukrepom ali vzgojnim opominom, če se kršitev večkrat ponovi 
(ŠSD 1). 
 Šola mora spletno nasilje nasloviti tudi znotraj pravilnikov, ki urejajo uporabo tehnologije 
med učenci v času pouka (Kowalski idr. 2012, str. 163). Znotraj pravilnika je potrebno jasno 
navesti, da je uporaba šolske tehnologije z namenom pošiljanja, ustvarjanja, objavljanja ali 
posredovanja škodljivih, neprimernih in nasilnih sporočil prepovedana. Pomembno je tudi, da 
se v pravilniku jasno zapišejo še posledice, ki jih prinaša kršenje dogovorjenih pravil (prav 
tam). 
Ena intervjuvanka (ŠSD 3) navaja, da so jim pri soočanju s pojavom spletnega nasilja med 
učenci v pomoč tudi določene točke zapisane v Vzgojnem načrtu: »V vzgojnem načrtu prav 
tako ni konkretnega zapisa o spletnem nasilju, so pa določene točke, ki bi nam lahko 
pomagale pri soočanju oziroma pri preprečevanju spletnega nasilja med našimi učenci. Ena 
izmed njih je tudi dobra komunikacija, ki jo pri učencih poskušamo razviti s pomočjo 
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dejavnosti poslušanje, reševanje sporov in asertiven način sporočanja svojih čustev. V pomoč 
so nam tudi v načrtu zapisana orodja za razvoj veščin samoobvladovanja, pozitivnega 
odnosa, empatije in samozavedanja.« Poleg tega, da se problem spletnega nasilja naslovi 
znotraj pravilnikov, mora šola le-tega nasloviti tudi s pomočjo vključitve v že obstoječe 
šolske politike, ki zadevajo problem nasilja (Kowalski idr. 2012, str. 163).  
Intervjuvanka (ŠSD 4), zaposlena na mestni šoli, poroča, da imajo v Pravilniku šolskega reda 
kot hujšo kršitev opredeljeno tudi virtualno nasilje in posledice, ki jih le-ta prinaša. Vendar je, 
kot navaja intervjuvanka, to bolj ohlapna zadeva in jim pri soočanju z medvrstniškim spletnim 
nasiljem ni v veliko pomoč. ŠSD 4 izpostavi, da reševanje primera spletnega nasilja zahteva 
iznajdljivost in medsebojno sodelovanje vseh akterjev: »Se pravi, določen je tisti najvišji 
ukrep, da bi imeli določeno, kateri so vsi tisti vmesni koraki, pa niso. Torej ni to tisto, da bi 
lahko rekli, da imaš vse opredeljeno, da ti je to v največjo pomoč. Velikokrat moraš biti res 
iznajdljiv in izmenjevati izkušnje, se pogovarjati, dogovarjati o vsem tem.« Pojava spletnega 
nasilja ne moremo reševati le s pomočjo pravnih dokumentov in postopkov. Nasprotno, pri 
medvrstniškem spletnem nasilju imamo opraviti z medosebnimi odnosi. Gre za odvisnost 
vseh vpletenih drug od drugega, ki je odraz naše medsebojne povezanosti v vsakodnevnem 
življenju in tega ne moremo zgolj pravno regulirati. Vsak primer medvrstniškega spletnega 
nasilja je samosvoj, edinstven in kompleksen, zato pri reševanju primerov spletnega nasilja 
med učenci zapisov znotraj dokumentov ne moremo pojmovati kot recept, ki vedno deluje 
(Košir 2013, str. 81). Zapisi v dokumentih nam predstavljajo oporo, ki nimajo učinka, če jim 
zgolj slepo sledimo, ampak je pomembno, da jih upoštevamo in prilagajamo glede na potrebe 
vseh vključenih. Soočanje s pojavom medvrstniškega spletnega nasilja v prvi vrsti terja dobro 
poznavanje problemske situacije (problemsko situacijo raziščemo) in medsebojno sodelovanje 
vseh akterjev šole in zunanjih strokovnjakov (prav tam), pri čemer je bistveno, da gre za 
posvetovalno delo, ki temelji na enakovrednem sodelovalnem odnosu. 
Ko govorimo o umestitvi problematike spletnega nasilja v šolske dokumente, velja izpostaviti, 
da mora šola na začetku šolskega leta poskrbeti, da se z zapisanim v pravilnikih seznani vse 
učence in njihove starše. Na ta način se v določeni meri lahko izognemo kršitvam zapisanega 
v pravilih šolskega reda in nesporazumom, do katerih pride v primerih spletnega nasilja med 
učenci (Kowalski idr. 2012, str. 163; Shemon 2009, str. 20).   
7. Delo z žrtvijo 
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V nadaljevanju nas je zanimalo, kako je znotraj obravnave primera medvrstniškega spletnega 
nasilja potekalo delo z žrtvijo. Osredotočili smo se na to, ali je delo z žrtvijo temeljilo na 
svetovalnih razgovorih in ali so šolski svetovalni delavci izvedli tudi druge dejavnosti. 
Tabela 16: Seznam enot kodiranja, kod, podkategorij in kategorij o delu z žrtvijo medvrstniškega 
spletnega nasilja 
ENOTE KODIRANJA KODE PODKATEGORIJE KATEGORIJE 
Običajno se izpelje 
svetovalni pogovor z 
žrtvijo in če je potreba, 
tudi s starši žrtve. (ŠSD 1) 
Uvodni 
svetovalni 


































Najprej smo poskrbeli, da 
je žrtev sploh lahko 
povedala, kaj se ji dogaja. 
Pomembno, da lahko pove, 
da lahko zaupa osebi, ki ji 
bo povedala, saj je bilo 
zanjo težko priznati to, kar 
se ji je zgodilo. Želela pa si 
je, da se te stvari 
preprečijo in ustavijo. S 
kolegico sva ji nudila to 
podporo. (ŠSD 2) 
 
Poročanje 
Z žrtvijo smo najprej, kot 
sem že omenila, opravili 
svetovalni razgovor o 
dogodku. (ŠSD 3) 
Podpora 
Na začetku razgovor, da 
sploh ugotovimo, kaj se je 
dogajalo, žrtev je imela 
tudi dokaze, ki jih je želela 
154 
 
predstaviti in smo si potem 
to pogledali. Sledil je 
seveda tudi svetovalni 
razgovor. Sicer pa tako, da 
ji nudimo v tem smislu 
neko podporo, eno mrežo, 
da so šli pogovori v tej 
smeri, kar je na splošno za 
vsako obliko nasilja 
pomembno, da torej ne 
smemo biti tiho, da 
moramo spregovoriti v tej 















 Potem smo kontinuirano 
delali z žrtvijo, da je lahko 
prišla na pogovor in da 
smo spremljali, kako se 



















Sledilo je več zaporednih 
pogovorov z njo (žrtvijo), 
da je tudi malo poročala o 
tem, kako je. Torej se je 
predvsem spremljalo, kaj 
se dogaja, ker je bilo 
zaskrbljujoče, da bo šla 
stvar še naprej. Tukaj je 
bilo problematično to, da 
bo šlo to še naprej, da jo 
bodo zafrkavali in ne bodo 
nehali. Se je učenka 





službo pogovorit. Povedala 
je, kako je, ali so fantje že 
prenehali s tem, da smo 
potem tudi mi vedeli takoj 
ukrepati, da se to čim prej 
ustavi. Poleg tega 
poročanja s strani učenke 
smo v okviru svetovalnega 
razgovora učenko 
poskušali tudi opremiti z 
veščinami, kako sama 
lahko ukrepa v primeru, da 
se stvari ponovijo, kaj 
lahko naredi sama in na 
koga se vedno lahko obrne 
za pomoč. Je šlo predvsem 
za več zaporednih 
svetovalnih razgovorov, 
znotraj katerih smo ji 
poskušali pokazati, kaj ni 
dobro, da objavlja, 
posreduje naprej, 
predvsem ta problematika 
s fotografijami, da moraš 
imeti te stvari zaščitene, če 
jih imaš na svojih mobilnih 
napravah in podobno. 
(ŠSD 3)  
Žrtvi smo skozi svetovalni 
razgovor dali napotke, 
kakšne so še možnosti 
naprej, kako se lahko 





da ni nič narobe, če to 
poveš. (ŠSD 4) 
Kakšnih posebnih delavnic 
samo za otroka, ki je žrtev 
spletnega nasilja, običajno 
ne izvajamo. Te izvajamo 
potem bolj s celim 
razredom … Kar ne 
pomeni, da se z žrtvijo in 
storilcem ne ukvarjamo. 
Seveda imamo najprej 
individualni razgovor z 
žrtvijo in storilcem, 
kasneje pa potem sledi še 













Žrtev je povedala tudi o 
storilcih, tako da smo 
potem delali tudi z njimi. 
(ŠSD 2) 
Žrtev smo vključili tudi v 




Delavnice izvajamo potem 
bolj s celim razredom, kar 
takoj naredimo akcijo in 
vključimo celoten razred. 
To pa predvsem zato, ker 
je to tako prepleteno pri 
spletnem nasilju, sploh 
med dekleti. V enem 
trenutku je ena deklica 
žrtev, v naslednjem je pa ta 
ista deklica že storilka, 
nasilnica. Običajno je 
tako, da ne moremo reči, 
da je ena žrtev non-stop, 
pri tem spletnem nasilju 
ne. Zato mi bolj kot to, da 
bi delal veliko z žrtvijo, 
damo večji poudarek na 
delo s celotnim razredom 
oz. oddelkom. Kar ne 
pomeni, da se z žrtvijo in 
storilcem ne ukvarjamo. 
(ŠSD 1) 
Prepletenost 










V oddelku, v katerem je 
bila učenka, ki je bila 
žrtev, so se izvedle tudi 
določene dejavnosti na 
temo spletne varnosti in 
varne uporabe mobilnih 
naprav v okviru razrednih 
ur.  (ŠSD 3) 
Obvestili smo tudi starše 
Obvestilo VKLJUČENOST VKLJUČENOST 
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vpletenih. S starši žrtve 
smo morali tudi stvari 
razčistiti, ker je bila pač 
zgodba otroka malo 
drugačna, malo prirejena, 
omiljena, tako da smo 
potem skupaj še na 





Potem so bili seveda tudi 
razgovori z njenimi starši, 
da smo prišli zadevi do 
dna. (ŠSD 4) 
Razgovor 
Da bi jo napotili na kakšno 
zunanjo institucijo, pa ni 
bilo potrebe. Če bi bile pa 
to zadeve, ki bi vodile še v 
kakšno hudo depresijo, na 
primer, ali da se otrok 
potem ne bi mogel 
normalno vključit nazaj v 
funkcioniranje v razredu, 
potem bi se pa seveda 
morali povezati še z 
zunanjimi institucijami. 
(ŠSD 4) 











Staršem smo predstavili 
tudi  možnost, da prijavijo 
zadevo na policijo, kar so 
potem kasneje tudi 
naredili. (ŠSD 2) 




Smo spremljali, kako se 
stvari odvijajo naprej, ali 
gre tukaj še za kakšno 
zasmehovanje, in da smo 
potem ta zasmehovanja 








Žrtev sicer še spremljamo, 
pa ne samo njo, ampak 
celotno dogajanje, če bi 
bila potreba, če bi se 
pokazalo, da se zadeve 
niso umirile oziroma 
izboljšale, potem bo pa 
potrebno vključiti še 
kakšno drugo institucijo v 
samo obravnavo. (ŠSD 4) 
 
KATEGORIJE IN PODKATEGORIJE 
SVETOVALNI POGOVORI Z ŽRTVIJO IN POGOVORI S STORILCI 
Uvodni svetovalni pogovor z žrtvijo (Uvodni svetovalni pogovor z žrtvijo in starši; 
poročanje; podpora (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4)) 
Opremljanje z veščinami soočanja s spletnim nasiljem in informacijami za pomoč 
(kontinuirano delo, veščine odzivanja, varna raba spleta (ŠSD 2), (ŠSD 3), (ŠSD 4)) 
Samo svetovalni pogovori o dogajanju, brez posebnih aktivnosti (svetovalni pogovor z 
žrtvijo in storilcem/storilci (ŠSD 1)) 
DELO Z ODDELKI 
Delo znotraj oddelka (prepletenost vloge žrtve in storilca (ŠSD 1); delavnice v oddelku 




Vključenost staršev (obvestilo staršem; razgovor (ŠSD 2), (ŠSD 4)) 
VKLJUČENOST ZUNANJIH INSTITUCIJ 
Sodelovanja z zunanjo institucijo ni bilo (ni sodelovanja z zunanjimi institucijami (ŠSD 4)) 
Vključenost policije (prijava policiji (ŠSD 2)) 
SPREMLJANJE ŽRTVE 
Spremljanje žrtve (preverjanje stanja (ŠSD 2), (ŠSD 4)) 
Vsi intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4) pravijo, da so v okviru dela z žrtvijo najprej 
izvedli svetovalni pogovor o samem dogajanju. Da se je žrtvi nudila opora in da je imela 
možnost povedati, kaj se dogaja, kdo je vključen in je lahko predstavila dokaze, v kolikor jih 
je imela. Svetovalni delavci z žrtvijo izpeljejo svetovalni razgovor, ki je osrednji prostor 
procesa pomoči, v katerem se šolski svetovalni delavci držijo osnovnih načel zaupnega 
pogovora (Lešnik Mugnaioni idr. 2016, str. 24). 
Intervjuvanci (ŠSD1, ŠSD 2, ŠSD 3, ŠSD 4) navajajo, da je delo z žrtvijo v nadaljevanju 
temeljilo predvsem na več zaporednih svetovalnih razgovorih. ŠSD 1, ŠSD 2 in ŠSD 3 
dodajajo, da so svetovalne pogovore izvedli tudi s storilcem oziroma storilci medvrstniškega 
spletnega nasilja. Ob tem trije intervjuvanci (ŠSD 2, ŠSD 3, ŠSD 4) pravijo, da so znotraj 
svetovalnih razgovorov preverjali, če se je nasilje zares ustavilo, žrtvi so posredovali 
informacije o varni rabi spleta in jo poskušali opremiti z veščinami odzivanja na spletno 
nasilje. Svetovalni delavec lahko žrtvi pomaga s tem, da jo opolnomoči s strategijami 
spoprijemanja z nasiljem in jo uči konkretnega odzivanja na nasilna dejanja s pomočjo igre 
vlog (Roberts in Coursol 1996 v Shemon 2009, str. 28; Pečjak 2014, str. 119). Na ta način 
šolski svetovalni delavec učence seznani s situacijami, ki terjajo odziv, s prednostmi in 
slabostmi vključenosti posameznika v spletno skupnost ter jih opozori na spletne aktivnosti, 
ki jih izpostavljajo temu, da postanejo žrtev spletnega nasilja (Mason 2008 v Shemon 2009, 
str. 29). 
Dve intervjuvanki (ŠSD 1, ŠSD 3) navajata, da se je primer medvrstniškega nasilja reševal 
znotraj celotnega oddelka, in sicer na način, da so na ravni oddelka izvedli različne dejavnosti, 
povezane s pojavom spletnega nasilja. ŠSD 1 pri tem izpostavlja pomen dela z oddelki 
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predvsem z vidika prepletenosti vloge žrtve in storilca medvrstniškega spletnega nasilja: 
»Delavnice izvajamo potem bolj s celim razredom, kar takoj naredimo akcijo in vključimo 
celoten razred. To pa predvsem zato, ker je to tako prepleteno pri spletnem nasilju, sploh med 
dekleti. V enem trenutku ena deklica žrtev, v naslednjem je pa ta ista deklica že storilka, 
nasilnica.« Žrtev spletnega nasilja lahko tudi sama splet uporablja za napad na posameznika, s 
katerim je v konfliktu in s tem postane storilec spletnega nasilja, spletni nasilnež pa s tem 
postane žrtev spletnega nasilja (Wolak, Beran in Li 2007 v Nixon 2014). Gre torej za nenehno 
prepletanje vlog žrtve in storilca spletnega nasilja in na ta način govorimo o začaranem krogu 
nasilja. Zato se strinjamo z navedbami intervjuvanke, da je pomembno pri reševanju primera 
medvrstniškega spletnega nasilja delati s celotnim oddelkom. Glede na odgovor intervjuvanke 
opažamo še to, da izpostavi samo dekleta. Zato se nam postavlja vprašanje: ali se ta 
zamenjava, prepletenost vloge žrtve in storilca dogaja samo, ko sta osebi istega spola, torej ko 
imamo nasilje dekleta nad dekletom, ali tudi, ko sta storilec in žrtev različnega spola, torej 
deklica – deček. Gre za vidik spola, ki bi ga bilo po našem mnenju smiselno raziskati. 
Dva intervjuvanca (ŠSD 2, ŠSD 4) pravita, da sta v delo z žrtvijo vključila tudi starše žrtve. 
ŠSD 2 navaja, da je starše vključil na način, da jih je obvestil o dogajanju in z njimi izvedel 
razgovor o tem, kaj se je pravzaprav zgodilo. Tudi ŠSD 4 navaja, da so bili starši v delo z 
žrtvijo vključeni preko razgovorov. »Potem so bili seveda tudi razgovori z njenimi starši, da 
smo prišli zadevi do dna.« (ŠSD 4) C. Peklaj in S. Pečjak (2015, str. 305) izpostavita, da je 
sodelovanje staršev in svetovalnega delavca najpogostejše na ravni dejavnosti pomoči. V 
kolikor se učenec znajde v stiski, starši in šolski svetovalni delavec medsebojno sodelujejo 
predvsem preko individualnih pogovorov, znotraj katerih za učenca načrtujejo tudi 
intervencije v domačem in šolskem okolju (prav tam, str. 306). 
Dva intervjuvanca (ŠSD 2, ŠSD 4) omenjata tudi vključenost zunanjih institucij v delo z 
žrtvijo. Pri tem ŠSD 2 navaja, da so v delo z žrtvijo vključili policijo, saj so žrtev in njeni 
starši stvar prijavili policiji. Dejanje se prijavi policiji v primeru, da je storjeno dejanje v 
kazenskem zakoniku opredeljeno kot kaznivo dejanje, katerega se po uradni dolžnosti 
preganja in je storilec že dopolnil 14 let (Lešnik Mugnaioni idr. 2016, str. 27). Policija je tako 
ena izmed zunanjih institucij, s katero šolski svetovalni delavci največkrat sodelujejo, ko 
govorimo o obravnavi spletnega nasilja (prav tam). 
ŠSD 4, ki prav tako omenja zunanje institucije pri delu z žrtvijo, pa pravi, da potrebe po 
vključitvi zunanjih institucij v delo z žrtvijo za enkrat ni bilo: »Da bi jo napotili na kakšno 
162 
 
zunanjo institucijo pa ni bilo potreb. Če bi bile pa to zadeve, ki bi vodile še v kakšno hudo 
depresijo, na primer, ali da se otrok potem ne bi mogel normalno vključiti nazaj v 
funkcioniranje v razredu, potem bi se pa seveda morali povezati še z zunanjimi institucijami.« 
Intervjuvanca ŠSD 2 in ŠSD 4 dodajata še, da v okviru dela z žrtvijo vedno poteka nadaljnje 
spremljanje žrtve in celotnega dogajanja predvsem z namenom, da se prepričajo, ali se je 
spletno nasilje zares prenehalo. Nadaljnje spremljanje žrtve in celotnega dogajanja kot 
pomemben del odzivanja na spletno nasilje v šoli vidi tudi B. J. Paris (2012, str. 70). Avtorica 
v okviru spletnega seminarja namreč priporoča, da se strokovni delavci v šolah na spletno 
nasilje odzivajo s pomočjo t. i. modela 5 R-jev. Gre za naslednjih 5 korakov odzivanja: odziv 
na nasilje, raziskovanje dejstev, shranjevanje dokazov, prijava odkritega nasilja in spremljanje 
oziroma preverjanje stanja (prav tam).  
Ugotavljamo torej, da je delo z žrtvijo temeljilo na uvodnem svetovalnem razgovoru in več 
zaporednih svetovalnih razgovorih tako z žrtvijo kot storilci primera spletnega nasilja. V 
nekaterih primerih se je primer spletnega nasilja med vrstniki reševalo bolj na ravni celotnega 
oddelka v smislu izvajanja preventivnih dejavnosti in se je v delo z žrtvijo vključilo tudi njene 
starše. Nadalje ugotavljamo, da se v delo z žrtvijo le redko vključi zunanje institucije ter da se 
v nekaterih primerih žrtev in celotno dogajanje spremlja tudi potem, ko se pojav spletnega 
nasilja omeji. 
8. Delo s storilci 
V primeru spletnega nasilja je pomembno, da se svetovalni delavec posveti tudi delu s 
povzročiteljem spletnega nasilja, v kolikor je le-ta seveda znan. Zato nas je v nadaljevanju 
zanimalo, na kakšen način je v okviru obravnave primera medvrstniškega spletnega nasilja 
potekalo delo s storilcem oziroma storilci spletnega nasilja.  
Tabela 17: Seznam enot kodiranja, kod, podkategorij in kategorij v zvezi z delom šolskega svetovalnega 
delavca s povzročiteljem medvrstniškega spletnega nasilja 
ENOTE 
KODIRANJA 
KODE PODKATEGORIJE KATEGORIJE 
Običajno imamo 





























razrednike. Z njimi 
smo imeli pogovore. 
Na začetku samo z 
osebo, ki je začela s 
širjenjem tega, da je 
povedal, kako so 
stvari potekale. (ŠSD 
2)  
S storilci smo izvedli 
svetovalni razgovor. 
(ŠSD 3)  
Najprej so stekli 
individualni 
razgovori. Tukaj je 
bilo predvsem 
vključeno tudi 
vodstvo šole. (ŠSD 
4) 
To je mogoče kot 
Sizifovo delo, ampak 
smo želeli, da 
izbrišejo to vsebino 
iz njihovih naprav, 










kjer se je to začelo. 
(ŠSD 2) 
Od njih smo 
zahtevali, da stvari 
izbrišejo iz svojih 
naprav in jih ne 
posredujejo naprej. 
(ŠSD 3) 
S storilci je imel 
pogovore še šolski 
psiholog, predvsem 
na temo ustrezne 
komunikacije in 
posredovanja video 
in foto posnetkov 
brez privoljenja 
oseb, ki so na njih. 
Glede na to, da so 
bili starejši od 14 let, 
se jih je seznanilo 
tudi s tem, kako 
resne so lahko 
posledice njihovih 
dejanj, ne samo z 
vidika, kaj to pomeni 
za žrtev, kako jo 
prizadenejo, ampak 
tudi, kaj to pomeni 
za njih. Torej, da so 
kazensko odgovorni. 
Stvari so se potem 






















fotografije, tako da 
veliko pogovorov s 
temi učenci potem 
niti ni bilo. Se je več 
delalo z žrtvijo. 
(ŠSD 3) 
Učenec je potem 
poskušal škodo 
popraviti. Z 
opravičilom in s tem, 
da je sam vsebino 
umaknil in k istemu 
dejanju pozval tudi 
tiste, ki so to 
razširili.  (ŠSD 2) 
Opravičilo  
 
POPRAVILO ŠKODE POPRAVILO ŠKODE 
Učenec storilec 
oziroma vsi storilci, 
ki so bili v to 
vpleteni, so nekako 
opravili restitucijo 
svojega dejanja. 
Pomembno je, da so 
se ob tem čim bolj 
zavedali posledic 
svojega dejanja ter 
prevzeli odgovornost 
za to, kar so naredili. 
(ŠSD 4) 
Umik vsebine 
O dejanju smo se 










(ŠSD 2)  
Sledili so razgovori s 
starši storilcev, 
kamor smo povabili 
tako ravnateljico kot 
pomočnico 
ravnateljice, da sta 
bili zraven in sta 
potem predstavili še 
malo bolje to resnost 
problema, da so 
potem tudi starši 
videli, začutili to. 
(ŠSD 4) 
Če pa pride do 
vzgojnega opomina, 
kar je recimo v tem 
primeru tudi prišlo, 
se pa potem naredi 
tudi ta 
individualiziran 
vzgojni načrt, kjer se 
pa seveda opredelijo 
cilji in dejavnosti, s 
katerimi bo učenec 
nekako opravil 
restitucijo svojega 
dejanja in da se bo 
ob tem čim bolj 
zavedal posledic in 
prevzel odgovornost 

















za to, kar je naredil, 
oziroma vsi storilci, 
ki so bili v to 
vpleteni. Mi smo 
sicer tu še vedno v 
postopku, nismo še 
vsega izpeljali. (ŠSD 
4) 
Policija v tem 
primeru ni bila 
vključena, smo to kar 
na šolski ravni 
reševali. (ŠSD 4) 
Reševanje na 
ravni šole 






Je pa potem to šlo 
naprej, ker so starši 
žrtve potem tudi 
podali prijavo na 
policijo. (ŠSD 2) 




KATEGORIJE IN PODKATEGORIJE 
INDIVIDUALNI SVETOVALNI RAZGOVOR 
Pojasnjevanje dogajanja (svetovalni razgovor (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4)) 
Zahteva za prenehanje z nasiljem (izbris vsebine (ŠSD 2), (ŠSD 3)) 
Zavedanje neustreznosti ravnanja in posledic (razgovor; kazenska odgovornost (ŠSD 3)) 
POPRAVILO ŠKODE 
Popravilo škode (opravičilo, umik vsebine (ŠSD 2), (ŠSD 4)) 
VZGOJNI OPOMIN IN INDIVIDUALIZIRAN VZGOJNI NAČRT 
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Vzgojni opomin in individualiziran vzgojni načrt (vzgojni opomin; individualiziran 
vzgojni načrt (ŠSD 4)) 
VKLJUČENOST STARŠEV 
Razgovor s starši (Razgovor s starši (ŠSD 2), (ŠSD 4)) 
VKLJUČITEV POLICIJE 
Policija ni bila vključena (reševanje na ravni šole (ŠSD 4)) 
Policija je bila vključena (prijava policiji (ŠSD 2)) 
Vsi intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4) navajajo, da je njihovo delo s 
povzročiteljem medvrstniškega spletnega nasilja temeljilo na individualnem svetovalnem 
razgovoru z njim, znotraj katerega so mu dali možnost, da je pojasnil, kaj se je dogajalo. Dva 
intervjuvanca (ŠSD 2, ŠSD 3) pri tem dodajata, da sta v nadaljevanju svetovalnega razgovora 
od povzročitelja oz. povzročiteljev zahtevala takojšnje prenehanje z nasiljem. Ena 
intervjuvanka (ŠSD 3) navaja, da so v okviru svetovalnega razgovora poskrbeli, da so se 
povzročitelji zavedli neustreznosti njihovega dejanja in se seznanili s posledicami, ki jih 
takšno početje prinaša. Pomembno je, da svetovalni delavec storilcu da priložnost, pojasni 
svoja ravnanja in ga preko tega usmeri k zavedanju neustreznosti njegovih dejanj in k 
sprejemanju odgovornosti zanje (Roberts in Morotti 2000 v Shemon 2009, str. 27).  
Dva intervjuvanca (ŠSD 2, ŠSD 4) nadalje navajata, da so poskušali doseči tudi restitucijo s 
strani storilca, kar je kot ena izmed oblik svetovanja in reševanja problemov in sporov 
navedena tudi v Priporočilih za oblikovanje vzgojnega načrta osnovne šole (2008, str. 19). 
Šolski svetovalni delavec torej z različnimi aktivnostmi učencu storilcu pomaga, da sprejme 
odgovornost za svoje dejanje in posledice zanj. Prav tako pa mu ponudi priložnost, da škodo, 
ki jo je s tem povzročil žrtvi, poskuša popraviti. Šolski svetovalni delavec s tem poskuša 
zmanjšati možnost, da bi v prihodnje takšno ravnanje ponovil. Po našem mnenju je zato 
pomembno, da se v okviru obravnave primera spletnega nasilja pripravi načrt delovanja in 
različnih aktivnosti, tudi za storilca, saj bomo s tem učencu storilcu zagotovili kakovostno 
pomoč in podporo. 
Dva intervjuvanca (ŠSD 2, ŠSD 4) poročata, da so v delo s povzročitelji medvrstniškega 
spletnega nasilja vključili tudi njihove starše, in sicer so z njimi izpeljali razgovor o resnosti 
problema. Znotraj obravnave spletnega nasilja je pri delu s storilcem oziroma s storilci 
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pomembno, da se v delo vključi tudi učitelje in starše, saj je le tako možno izoblikovati 
podporno okolje za storilca v šolskem in domačem okolju (Johnson 2011, str. 5). V 
sodelovanju z ostalimi strokovnimi delavci in s starši šolskemu svetovalnemu delavcu namreč 
lahko uspe poskrbeti za vse vire, ki jih potrebuje za učinkovito delo s storilcem (prav tam). 
En intervjuvanec (ŠSD 2) poroča tudi o tem, da je bila zoper povzročitelja nasilja podana 
prijava na policijo. Na ta način je bila v delo s povzročiteljem vključena tudi policija.  
Ena intervjuvanka (ŠSD 4) ob vsem tem dodaja še, da je bil povzročiteljem spletnega nasilja 
izrečen vzgojni opomin in posledično za vsakega izoblikovan individualiziran vzgojni načrt, 
ki jih na šoli še izvajajo, tj. so še v postopku izpeljave. V kolikor je dejanje spletnega nasilja 
znotraj Pravil šolskega reda opredeljeno kot kršitev z določenimi posledicami, se storilcu 
spletnega nasilja lahko izreče vzgojni opomin, saj krši dolžnosti in odgovornosti, zapisane 
znotraj aktov šole (Zakon o osnovni šoli 2016, 60.f člen). Skladno s 60.f členom Zakona o 
osnovni šoli (2016) šola za učenca, ki mu je izrečen vzgojni opomin, pripravi individualiziran 
vzgojni načrt, znotraj katerega se opredeli vzgojne dejavnosti, postopke in vzgojne ukrepe, ki 
se bodo izvedli (prav tam). S pomočjo oblikovanega individualiziranega načrta storilcu 
pomagamo doseči »pozitivne spremembe v načinih zadovoljevanja lastnih potreb, 
upoštevanja potreb (do nemotenega učenja in dela, varnosti …) in pravic drugih ter 
spremembe na področju učenja in vedenja« (Priporočila o načinih oblikovanja … 2008, str. 
22). 
9. Sodelovanje s starši 
Glede na to, da so učenci del ožjega in širšega socialnega okolja, je pomembno, da šolski 
svetovalni delavec v obravnavo primera spletnega nasilja vključi tudi starše. Slednje je, kot 
zapiše D. Lešnik Mugnaioni s sodelavci (2015, str. 24), nujno potrebno, v kolikor želimo, da 
je delo z žrtvijo, povzročiteljem oz. povzročitelji in opazovalci spletnega nasilja učinkovito. 
Zato nas je v nadaljevanju zanimalo, na kakšen način je potekalo medsebojno sodelovanje 







Tabela 18: Seznam enot kodiranja, kod, podkategorij in kategorij v povezavi s sodelovanjem s starši 
znotraj obravnave primera medvrstniškega spletnega nasilja 
ENOTE 
KODIRANJA 
KODE PODKATEGORIJE KATEGORIJE 
V večini primerov, ki 
smo jih do sedaj na 
naši šoli imeli, smo 
starše vključili. Smo z 
njimi sodelovali, jih 
povabili na razgovor. 
Govorim tako za 
starše žrtve kot tudi 
storilca. Starše vseh 
vpletenih smo 
povabili na skupen 
pogovor z udeleženci 
spletnega nasilja in 
smo se lepo usedli v 
krog ter se stvari 
pomenili. Pri tem je 
vsak starš imel tudi 
možnost povedati, kaj 
misli o zadevi, ki se je 
zgodila. (ŠSD 1) 
 
 



































Najprej smo starše 







ker so imeli najprej 
svojo zgodbo. Smo 
potem svetovalni 
delavci v šoli skupaj 
tudi z učenko, ki je 
bila žrtev, to ustrezno 
predstavili, ker 
seveda so bili tudi oni 
zaradi tega 
vznemirjeni, ampak 
so bili zaradi tega, 
ker so bili napačno 
informirani, svoja 
dejanja pa jezo so 
usmerjali na žrtev na 
drugačen način, kot 
bi bilo treba glede na 































smo jim, kaj se je 
dejansko zgodilo. 
Seveda so bili starši 
žrtve šokirani in so 
potrebovali našo 
oporo. (ŠSD 3) 
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Najprej smo opravili 
razgovor s starši 
žrtve, ker je tudi 
prišla seveda 
informacija z njihove 
strani in smo že takoj 
začeli tam. Na 
začetku je razgovor 
stekel v smeri, kaj se 
je zgodilo, starši so 
predstavili dokaze, ki 
so jih imeli. (ŠSD 4) 
Tudi sama sem jim 
pri tem jasno 
povedala, da če oni 
ne bi dovolili, da 
imajo otroci vse te 
aplikacije na 
telefonu, da potem 
najbrž do spletnega 
nasilja sploh ne bi 














STARŠEV IN  
Smo jim potem 
predstavili, kako v 
šoli lahko zaščitimo 
otroka, kako ga lahko 
zaščitijo oni sami, 
kako se z njim lahko 
pogovarjajo, kako 
lahko te stvari 
spremljajo naprej in 
to preprečijo pri 
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svojem otroku in pa 
tudi, kaj lahko 
naredijo v tem smislu 
zunanje pomoči, da 
lahko stvari prijavijo 
tudi na policijo in da 
imajo vedno možnost, 
da se ob kakšnih 
težavah, če se te 
pojavijo, obrnejo na 






UKREPI ZA DELO 
DOMA 
 
Z njimi smo se tako 
pogovorili o tem, kaj 
bomo storili mi, kako 
nam oni lahko 
pomagajo, kaj lahko 
storijo, da se 
podobne stvari ne bi 
ponovile. Predvsem 
smo jih poskušali 
opremiti z nasveti, 
kako naj 
komunicirajo z 
žrtvijo, kako ji lahko 
pomagajo. Opozorili 
smo jih na to, da je 
to, kar se je zgodilo, 
kaznivo dejanje in ga 
lahko prijavijo 








Potem smo se pa 
pogovorili o tem, kaj 
so vsi možni ukrepi in 
dejanja z njihove 
strani. V tem primeru 
bi bila možna tudi 
prijava recimo na 
policijo, pa so starši 
res izrecno želeli, da 
ne bi šlo tako daleč, 
da bi se poskusilo vse 
rešiti tukaj, na ravni 
šole. (ŠSD 4) 
Smo vedno v stiku s 
starši. Zdaj jaz 
najraje vidim, da je to 
osebni, tudi če se je 
zadeva ustavila 
oziroma se začela 
obračati v neko 
pozitivno smer, jih 
vedno vabimo, da 
pridejo ali na 
govorilne ure, 
popoldanske oz. 
dopoldanske, ali da 
sami predlagajo 
termin in se skušamo 
uskladiti, že da malo 
vidimo, kako oni to 
vidijo doma, ali je 
otrok res  pokazal, da 
se je začel odpirati, 
 
















funkcionira ali se spet 
dogajajo kakšna 
zapiranja, izoliranost 






maila. (ŠSD 4) 
Zanje in ostale starše 
učencev iz tega 
oddelka smo 
organizirali tudi 








Starše obeh strani 
obvestimo o 
dogajanju in jih 
povabimo na 
posvetovalni 






















Starše storilca smo 
prav tako o dogajanju 
obvestili. Dali smo 
jim napotke, kako naj 
ravnajo oziroma smo 
Delo v šoli 
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S starši storilcev smo 
izvedli posvetovalni 
razgovor, tudi njih 
seznanili s tem, kaj se 
je zgodilo in kako se 
bodo stvari odvijale v 
prihodnje. (ŠSD 3) 
Delo doma 
S starši storilcev smo 
pa tudi v stiku. (ŠSD 
4) 
Opozorili smo jih na 
to, kakšne so lahko 
posledice. Opozorili 
smo jih, da lahko 
sledi tudi prijava 
policiji s strani žrtve. 
Prav tako pa smo se z 
njimi pogovorili o 
tem, kaj se od 
vpletenih učencev 






Omogočimo jim pa 
tudi obisk predavanja 






Če se izdeluje kakšen 
individualiziran 
vzgojni načrt. Tam je 
zelo zaželeno, da 










sami kaj predlagajo. 
Ne samo dejavnosti v 
šoli, ampak tudi 
doma, kaj bi oni 
svetovali, da bi lahko 
otrok naredil, da bi se 
stvari spremenile, da 
se ne bi nadaljevale v 
tej smeri. (ŠSD 4) 
VZGOJNEGA NAČRTA 
 
S starši storilca smo 
stalno na vezi, 
največkrat kar preko 
kakšnega 
telefonskega klica ali 
eAsistenta. Imamo pa 
tudi osebni stik z 
njimi. (ŠSD 4) 





KATEGORIJE IN PODKATEGORIJE 
NAČIN SODELOVANJA S STARŠI ŽRTVE 
Razgovor o dogajanju (povabilo na razgovor (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4); 
razjasnjevanje dogajanja (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4); nudenje opore (ŠSD 2), (ŠSD 
3)) 
Opredelitev vloge staršev in opolnomočenje z napotki, s strategijami in z ukrepi za delo 
doma (opolnomočenje (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4); pogovor o poteku dela (ŠSD 2), 
(ŠSD 3), (ŠSD 4)) 
Stalna komunikacija (nenehni stik s starši (ŠSD 4)) 
Predavanja (predavanja na temo spletnega nasilja (ŠSD 1)) 
NAČIN SODELOVANJA S STARŠI POVZROČITELJA 
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Posvetovalni razgovor in seznanjanje z nadaljnjim potekom dela  šoli (posvetovalni 
razgovor, delo v šoli, delo doma (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4)) 
Seznanjanje s posledicami (posledice dejanja; kazenska odgovornost (ŠSD 3)) 
Predavanja (predavanja na temo spletnega nasilja (ŠSD 1)) 
Vključenost v pripravo individualiziranega vzgojnega načrta (predlogi dejavnosti (ŠSD 
4))  
Stalna komunikacija (nenehni stik s starši (ŠSD 4)) 
Vsi intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4) navajajo, da so v obravnavo primera 
spletnega nasilja vključili tako starše žrtve, kot tudi starše storilcev.  
S starši žrtve so vsi intervjuvanci sodelovali na ravni razgovora o dogajanju, kjer so staršem 
pojasnili, kaj se je zgodilo in jim nudili oporo (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4). V nadaljevanju 
so se vsi štirje intervjuvanci posvetili opredelitvi vloge staršev znotraj obravnave in starše 
opolnomočili z napotki, strategijami in ukrepi, ki so jim lahko v pomoč pri delu z žrtvijo 
doma. Ena intervjuvanka (ŠSD 4) dodaja, da so s starši žrtve še vedno v nenehnem 
medsebojnem stiku, predvsem z namenom, da se spremlja, kaj se dogaja z žrtvijo v domačem 
okolju: »Da malo vidimo, kako oni to vidijo doma, ali je otrok res pokazal, da se je začel 
odpirati, da normalno funkcionira, ali se spet dogajajo kakšna zapiranja, izoliranost v tej 
smeri.« Ena intervjuvanka (ŠSD 1) poroča, da za starše žrtve organizirajo tudi predavanja, 
povezana s spletnim nasiljem.  
Ugotavljamo, da podobne načine sodelovanja intervjuvanci navajajo tudi pri sodelovanju s 
starši storilca/storilcev. Intervjuvanci so s starši storilca izvedli posvetovalni razgovor in jih 
seznanili z nadaljnjim potekom dela v šoli (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4), seznanili so jih s 
posledicami, ki jih prinaša dejanje njihovih otrok (ŠSD 3), zanje so organizirali predavanja na 
temo spletnega nasilja (ŠSD 1), jih vključili v pripravo individualiziranega vzgojnega načrta 
(ŠSD 4) in so bili z njimi nenehno v stiku (ŠSD 4).  
Ugotavljamo, da intervjuvani šolski svetovalni delavci navedejo praktično vse načine 
sodelovanja s starši, katere priporoča D. Lešnik Mugnaioni s sodelavci (2016, str. 26). 
Avtorica namreč izpostavi, da je pomembno, da se s starši izvede individualne pogovore, v 
okviru katerih se jih pomiri, seznani z načini ukrepanja, se jim nudi oporo, povabi na 
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organizirana predavanja, izobraževanja in delavnice za starše na temo spletnega nasilja. 
Pomembno je, da tudi starši vedo, kako prepoznati, da je njihov otrok oz. mladostnik žrtev oz. 
storilec spletnega nasilja, kako morajo postopati, ko odkrijejo, da je njihov otrok oz. 
mladostnik vpleten v primer spletnega nasilja, kje poiskati informacije, pomoč, kdaj podati 
prijavo, kako ravnati, da bi se izognili tveganju, da njihov otrok oz. mladostnik ponovno 
postane žrtev oz. storilec spletnega nasilja ipd. (prav tam). Na ta način se učencu lahko 
zagotovi podporno okolje v šoli in doma. Na osnovi navedb intervjuvanih svetovalnih 
delavcev smo mnenja, da se le-ti zavedajo, kako pomembno je vzpostavljanje sodelovalnega 
odnosa s starši za kakovostno obravnavo in soočanje s pojavom spletnega nasilja med 
osnovnošolci.  
10. Delo z oddelkom (opazovalci oz. vrstniki) 
Pomembno delo šolskega svetovalnega delavca je tudi delo z vrstniki, saj ima medvrstniško 
nasilje v kateri koli obliki vedno vpliv tudi na dinamiko oddelka (Lešnik Mugnanion 2016, 
str. 26). Tako smo v nadaljevanju ugotavljali, ali je v okviru obravnave primera spletnega 
nasilja potekalo tudi delo z oddelkom in kako je potekalo delo z oddelkom, iz katerega so 
prihajali žrtev in povzročitelj oziroma povzročitelji medvrstniškega spletnega nasilja. 
Osredotočili smo se na to, kateri načini dela oz. metode so se uporabljale pri delu z oddelkom, 
kdo vse je bil v delo z njim vključen in v okviru katerih vzgojno-izobraževalnih dejavnosti v 
šoli se je delo izvajalo. 
Tabela 19: Seznam enot kodiranja, kod, podkategorij in kategorij v zvezi z delom z opazovalci 
medvrstniškega spletnega nasilja v okviru obravnave primera 
ENOTE KODIRANJA KODE PODKATEGORIJE KATEGORIJE 
Na ravni oddelka so torej 
organizirane delavnice in 
predavanja na temo 
















Kar bi lahko opredelil kot 
delo s celim oddelkom, je 
bolj to delo v smeri 
preventive. Vsaj v tem 

















V oddelku, v katerem je bila 
žrtev, so se potem več 
pogovarjali o samih 
dejavnostih na spletu, o 
družbenih omrežjih in 














Najprej smo predstavili 
sploh definicijo nasilja, 
potem smo se dotaknili 
spletnega nasilja. Ugotovili, 
da se na splošno, kot cel 
razred, učenci večinoma ne 
zavedajo, kaj je to spletno 
nasilje in katere vse oblike 
so. Potem pa smo se z učenci 
začeli pogovarjati tudi o tem, 
da nista tukaj, torej pri 
spletnem nasilju, vpletena 
samo žrtev in storilec 
oziroma storilci, ampak tudi 
opazovalci, se pravi, da 
nihče ne sme biti tiho, da 
morajo pristopiti. Bodisi je 
to razrednik, dežurni učitelj, 
lahko tudi šolska svetovalna 
služba, komur koli že od 
odraslih oseb lahko zaupajo, 
tudi doma, da se o tem 














seveda ustavijo; in potem 
smo se dotaknili tudi počutja 
v razredu. (ŠSD 4)  
Po vseh teh predstavitvenih 
fazah z različnih strani so 
potem tudi otroci sami 
spregovorili, ker so pač 
dobili odprta vprašanja na to 
temo in moram reči, da so se 
potem kar odprli, so začeli 
odkrito govoriti, kdo je vse 
bil vključen, na kakšen način, 
da tudi ni bilo v redu, da če 
je bil tam zraven in prebiral 
take stvari, da je bil kar tiho, 
da so recimo začeli dobivati 
tudi vpogled v tistega, ki je 
bil napaden, kako se je moral 
počutiti, kako mu je bilo 
težko zopet priti v šolo in se 










Se mi zdi, da so skozi vso to 
situacijo določeni poskušali 
vplivati na to, da so bili 
otroci socialno izključeni, 
sploh recimo žrtev s strani 
prijateljev storilcev. Potem 
smo pa morali še to 
problematiko socialne 
izključenosti res postaviti v 












Pri reševanju problematike 
smo  sodelovali z razredniki, 
da so bili obveščeni, da so 
lahko stvari opazili, če se je 
še kakšna stvar v zvezi s tem 
pojavila, da so jo lahko 
preprečili. Da so lahko tudi 












































O dogajanju smo obvestili 
vse učitelje, ki so učence 
poučevali predvsem z 
namenom, da če bi opazili 
kakšno zbadanje učenke, 
spremembo v vedenju, da se 
učenka počuti nelagodno 
ipd., da opaženo sporočijo 
šolski svetovalni službi ali 





Je prišlo tudi vodstvo zraven 
in je tudi vodstvo predstavilo 
pač svoj vidik in vidik šole, 
se pravi od obravnave do 
resnosti, skrbi, kar se te 
zadeve tiče. Učitelji, ki 
poučujejo otroke, so bili o 
dogodku obveščeni, se pravi, 
vedo, kaj se dogaja. Vedo 
tudi, kaj smo, ne čisto vsega, 
pa vendarle, kaj smo v 
razgovorih izvajali. Najbolj 
vključeni pa so bili  
razredniki teh razredov. 
SD – vodstvo 






Običajno delo z oddelkom 
izvajajo zunanji sodelavci, 
jaz ali pomočnica ravnatelja, 
ki je informatik. Običajno se 
razrednik s tem ne ukvarja, 
bolj sva to midve s kolegico. 
(ŠSD 1) 
 
SD – vodstvo 
–  zunanji 
sodelavci  
 
Dejavnosti se izvajajo v 









AKTIVNOSTI V okviru razrednih ur. (ŠSD 
3) 
Vpleteni učenci, žrtev in 
storilci so bili učenci 
devetega razreda, vendar so 
prihajali iz različnih 
oddelkov. Znotraj oddelkov, 
iz katerih so prihajali 
storilci, se ni posebej 
izvajalo določenih dejavnosti 
ali pogovorov v okviru 
razrednih ur. Bolj se je tako 























skupino vpletenih učencev, 




Mi konkretno pri tej zadevi 
nismo delali s celotnim 
oddelkom v tem smislu, da bi 
rekli: zdaj se je pa to in to 
zgodilo in da bi sam ta 
primer razlagal, ampak smo 
tako individualno, samo s 
tistimi, ki so bili v to vpleteni. 
Smo pa preprečevali kakšno 
zbadanje s strani sošolcev. 
En sošolec je bil namreč tak, 
ki je bil do žrtve verbalno 
žaljiv, ne samo v zvezi s tem 
dogodkom, ampak tudi s tem. 
(ŠSD 2)  
 
KATEGORIJE IN PODKATEGORIJE 
AKTIVNOSTI V ODDELKU 
Organizacija delavnic in predavanj (delavnice in predavanja na temo spletnega nasilja 
(ŠSD 1, ŠSD 2)) 
Predstavitev medvrstniškega spletnega nasilja in odzivanja nanj (pogovori o tematiki 
(ŠSD 4); pojem spletno nasilje (ŠSD 3), (ŠSD 4); vpletenost opazovalcev (ŠSD 4); dobro 
počutje v oddelku (ŠSD 4)) 
Pogovor o konkretnem dogodku (odprta vprašanja učencem (ŠSD 4)) 
Reševanje socialne izključenosti žrtve (socialna izključenost žrtve (ŠSD 4)) 
OSEBE VKLJUČENE V DELO Z ODDELKOM 
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Svetovalni delavec, razrednik, učitelji, ki poučujejo oddelek, vodstvo in zunanji 
sodelavci (SD – razrednik (ŠSD 2); SD – razrednik – učitelji (ŠSD 3); SD – razrednik – 
učitelji – vodstvo (ŠSD 4); SD – vodstvo – zunanji sodelavci (ŠSD 1)) 
ČAS IZVEDBE AKTIVNOSTI  
Ure oddelčne skupnosti (v okviru razrednih ur (ŠSD 1), (ŠSD 3)) 
SODELOVANJE MED ODDELKI 
Delo s skupino vpletenih (skupina vpletenih učencev (ŠSD 2), (ŠSD 3)) 
Trije intervjuvanci (ŠSD 1, ŠSD 3, ŠSD 4) navajajo, da so znotraj oddelka izvedli različne 
aktivnosti. Ena intervjuvanka (ŠSD 1) pravi, da so za učence v oddelku organizirali delavnice 
in predavanja na temo spletnega nasilja. Dve intervjuvanki (ŠSD 3, ŠSD 4) pa pravita, da so 
se znotraj oddelka z učenci pogovarjali o medvrstniškem spletnem nasilju, odzivih nanj, o 
aktivnostih na spletu in pomenu dobrega počutja v oddelku. Pri tem ena intervjuvanka (ŠSD 
4) dodaja, da so se z učenci v nadaljevanju pogovorili še o konkretnem dogodku 
medvrstniškega spletnega nasilja in se posvetili reševanju problematike socialne izključenosti 
žrtve. Preko aktivnosti, povezanih s spletnim nasiljem znotraj oddelka, se vrstnikom žrtve, 
torej opazovalcem, poskuša posredovati sporočilo, da je nasilje v kateri koli obliki 
nesprejemljivo, in jih seznaniti z obstojem različnih oblik medvrstniškega nasilja, 
opolnomočiti s strategijami poseganja v spletno nasilje ter pomenom, ki ga ima kontekst 
oddelka pri tem (Lešnik Mugnanion 2016, str. 26). 
Vsi intervjuvanci navajajo, da so v delo z oddelkom vključili tudi druge delavce šole, in sicer 
razrednike (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD  4), učitelje, ki poučujejo oddelek (ŠSD 3, ŠSD 4), 
vodstvo šole (ŠSD 4, ŠSD 1) in zunanje strokovnjake (ŠSD 1). Za uspešno delo z učenci je za 
svetovalnega delavca pomembno predvsem sodelovanje z učitelji, tj. razredniki in ostalimi, ki 
oddelek poučujejo, saj so le-ti del oddelka in so na ta način zadolženi za njegovo delo in delo 
vsakega posameznika znotraj njega. Učitelji so osebe, ki so vsak dan v neposrednem stiku z 
učenci in so posledično tudi prvi, ki lahko uresničujejo svetovalni program (Kalin 2019, str. 
78). 
Dve intervjuvanki (ŠSD 1, ŠSD 3) navajata tudi čas dela z oddelkom. Obe pravita, da delo z 
oddelkom poteka v okviru ur oddelčne skupnosti. Ostala intervjuvanca (ŠSD 1, ŠSD 4) časa 
izvedbe aktivnosti ne navajata. Delo z oddelkom se sicer največkrat res da izvaja v okviru ur 
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oddelčne skupnosti, vendar pa se lahko na tematiko spletnega nasilja organizira tudi dnevi 
dejavnosti (Lešnik Mugnanion 2016, str. 26). 
Dva intervjuvanca (ŠSD 2, ŠSD 3) poročata, da so bolj kot s celotnim oddelkom načrtno 
delali s skupino vpletenih. Intervjuvanka ŠSD 3 kot razlog navaja, da so učenci, vpleteni v 
primer spletnega nasilja, prihajali iz različnih oddelkov. Intervjuvanec ŠSD 2 pa dodaja, da so 
z oddelki, iz katerih so prihajali žrtev in storilci, v nadaljevanju delali na ravni preventive.  
Ugotavljamo, da šolski svetovalni delavci, vključeni v našo raziskavo, znotraj obravnave 
primera delajo ali s celotnim oddelkom ali pa s skupino posameznikov, vključenih v primer 
medvrstniškega spletnega nasilja. Glede na to, da dogajanje medvrstniškega spletnega nasilja 
vpliva na vse učence v oddelku, saj so pogosto vsi v vlogi opazovalcev, menimo, da je v 
primeru spletnega nasilja med osnovnošolci pomembno in potrebno, da delamo s celotnim 
oddelkom in ne le s peščico učencev, ki so bili v primer vključeni neposredno.  
11. Podpora s strani vodstva šole 
Za uspešno obravnavo primera medvrstniškega spletnega nasilja je pomembno, da so šolski 
svetovalni delavci deležni tudi podpore s strani vodstva šole. V nadaljevanju smo tako 
ugotavljali, ali je vodstvo šole v okviru obravnave primera spletnega nasilja med učenci 
šolskemu svetovalnemu delavcu nudilo podporo in na kakšen način.  
Tabela 20: Seznam enot kodiranja, kod in kategorij v zvezi s podporo vodstva šole znotraj obravnave 
primera medvrstniškega spletnega nasilja 
ENOTE KODIRANJA KODE PODKATEGORIJE KATEGORIJE 
Seveda imamo podporo  
pomočnice ravnatelja, 
ampak to predvsem 
zaradi tega, ker je 
strokovnjak na tem 













Načelna podpora s strani 
ravnatelja, vodstva šole 







(ŠSD 2) Ravnatelj RAVNATELJ PODPORA 
VODSTVA 
Podpora s strani vodstva 
je bila prisotna. 
Ravnatelj se je namreč 
vključil v reševanje 
primera. (ŠSD 3) 
Podpora s strani vodstva 
prisotna. (ŠSD 4) 
Najprej smo se s 
pomočnico ravnatelja 
posvetovali o prijavi 
dejanja spletnega nasilja 






























Ravnatelj se je vključil in 
bil prisoten pri pogovoru 
z žrtvijo, storilci in tudi 
pri posvetovanju s starši. 
Povedal je, kakšen je 







Vodstvo je bilo kar v 
veliki meri vključeno v 
obravnavo. Pomagali so 
nam v okviru razgovorov 
s storilci, z učenci 
opazovalci in s starši. 
Sodelovali so tudi v 
okviru 
predpripravljalnega 
razgovora o tem, kako v 
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zvezi s primerom sploh 
postopati. (ŠSD 4) 
O dogajanju smo 
obvestili ravnatelja in mu 
potem povedali tudi, na 
kakšne načine smo z 












Smo poskrbeli, da je bil 
ravnatelj ves čas 
obveščen o poteku 
dogajanja. Torej je 
spremljal tudi potek 
obravnave. (ŠSD 3) 
Pomočnica ravnatelja 
nam nudi oporo 
predvsem v smislu 
organiziranja 
preventivnih dejavnosti 
in svetuje, kaj se lahko 
stori z vidika zaustavitve 
nadaljevanja spletnega 












Pomočnica ravnatelja (pomočnica ravnatelja (ŠSD 1)) 
Ravnatelj (ravnatelj (ŠSD 2), (ŠSD 3), (ŠSD 4)) 
NAČIN VKLJUČENOSTI VODSTVA OZIROMA SODELOVANJA VODSTVA 
Vključenost v obravnavo primera (posvetovanje o postopanju (ŠSD 1), (ŠSD 4); razgovori 
z vpletenimi (ŠSD 3), (ŠSD 4)) 
Obveščenost o poteku dela (potek dela (ŠSD 2), (ŠSD 3)) 
Na ravni preventive (organizacija preventivnih dejavnosti (ŠSD 1)) 
Vsi intervjuvanci navajajo, da so bili v okviru obravnave deležni podpore s strani vodstva. 
Trije med njimi pravijo, da jim je podporo nudil ravnatelj šole (ŠSD 2, ŠSD 3, ŠSD 4), ena 
intervjuvanka pa pravi, da je bila podpore deležna s strani pomočnice ravnatelja (ŠSD 1).  
Intervjuvanci navajajo, da so z vodstvom sodelovali na različne načine, in sicer se je vodstvo 
vključilo v reševanje primera spletnega nasilja (ŠSD 1, ŠSD 3, ŠSD 4), tj. je imelo 
posvetovalne razgovore s šolskim svetovalnim delavcem o reševanju primera in razgovore z 
učenci in starši; da so bili obveščeni o poteku dela (ŠSD 2, ŠSD 3) in da so organizirali 
preventivne dejavnosti (ŠSD 1). 
Ugotavljamo, da se vodstvo šole večinoma vključuje v reševanje problematike 
medvrstniškega spletnega nasilja, da torej v okviru obravnave sodelujejo s šolskim 
svetovalnim delavcem, kar priporoča tudi T. M. Steele s sodelavkama (2016, str. 10). Kot je 
razvidno iz odgovorov intervjuvancev, vodstvo šole spremlja potek obravnave in šolskim 
svetovalnim delavcem nudi pomoč in podporo, ki jo potrebujejo znotraj razgovorov z 
vpletenimi in pri preventivnih dejavnostih. Torej lahko rečemo, da v večini primerov vodstvo 
šole na nek način sledi priporočilom, ki jih navaja T. M. Steele s sodelavkama (2016, str. 11). 
Avtorice namreč predlagajo, da naj ravnatelj v prvi vrsti nudi pomoč in podporo, vodilno 
vlogo pri oblikovanju aktivnosti in dejavnosti za delo z vpletenimi pa naj prepusti šolskemu 
svetovalnemu delavcu (prav tam).  
Pri odgovoru na to vprašanje nekoliko izstopa intervjuvanka ŠSD 1, ki za razliko od ostalih 
podporo dobi od pomočnice ravnatelja in ne od samega ravnatelja, tako kot ostali 
intervjuvanci. Slednje je povezano s tem, da je pomočnica ravnatelja strokovno bolj 
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podkovana na področju tehnologije in s tem povezanega spletnega nasilja, saj je po 
strokovnem profilu informatik.  
12. Vključenost zunanjih institucij in poznavanje zunanjih institucij oz. 
strokovnjakov, ki so lahko v oporo pri reševanju problema spletnega nasilja 
V primerih medvrstniškega spletnega nasilja se šolski svetovalni delavci lahko srečujejo s 
situacijami, ki jih sami ne zmorejo rešiti ali pa za njihovo reševanje niso pristojni, zato je 
pomembno in potrebno, da sodelujejo tudi s strokovnjaki zunanjih institucij. V nadaljevanju 
nas je tako zanimalo, s katero zunanjo institucijo so intervjuvanci v obravnavi spletnega 
nasilja med vrstniki sodelovali in na kakšen način. 
Tabela 21: Seznam enot kodiranja, kod in kategorij v zvezi z vključenostjo zunanjih institucij in 
strokovnjakov v obravnavo primera medvrstniškega spletnega nasilja 
ENOTE KODIRANJA KODE KATEGORIJE 
Ne, to nismo. No, vsaj ne policije 
in centra za socialno delo, saj 
tako daleč pri spletnem nasilju ni 
prišlo. Kot sem pa že omenila, pa 
sodelujemo s Safe.si, ki ga otroci 
zelo dobro poznajo, potem 
poznajo tudi vse te ostale, kot so 
TOM telefon, SOS in podobno. 
(ŠSD 1) 
 









Ne, zunanjih institucij nismo 
vključili. Starši so sicer bili 
seznanjeni z možnostjo, da lahko 
podajo prijavo na policijo, 
ampak tega niso storili, tako da 
nismo vključili niti policije niti 
centra za socialno delo. Prav 
tako ni bilo potrebe po vključitvi 
drugih strokovnjakov, ki se 
ukvarjajo s tematiko spletnega 
 
Niso bili vključeni 
 
ZUNANJE USTANOVE 




nasilja. (ŠSD 3) 
Ne, tukaj nismo čutili potrebe po 
tem, da bi katero koli od teh 
zunanjih institucij vključili. 
Razen kakšne te spletne strani, ki 
sem jih že omenila. Na primer 
Safe.si, kjer potem pač dobiš 
veliko teh, ne bom rekla samo 
informacij, ampak tudi 
uporabnega materiala in vire za 
kakšne delavnice, to. (ŠSD 4) 
 




Pri primeru smo bolj kot s 
policijo sodelovali s centrom za 
socialno delo. Sodelovali smo 
potem še v samem postopku na 









SODELOVANJE NA RAVNI PREVENTIVNIH DEJAVNOSTI (na ravni preventivnih 
dejavnosti (ŠSD 1)) 
INFORMIRANJE (na ravni informiranja (ŠSD 4)) 
ZUNANJE USTANOVE NISO VKLJUČILI V OBRAVNAVO (niso bili vključeni (ŠSD 
3)) 
ZUNANJE USTANOVE SO VKLJUČILI V OBRAVNAVO (CSD, policija (ŠSD 2)) 
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Kljub temu, da je sodelovanje šole in širše skupnosti pomembno in potrebno tudi v okviru 
obravnave medvrstniškega spletnega nasilja in imajo svetovalni delavci možnost, da se 
povezujejo s strokovnjaki zunanjih institucij, ki jim lahko pomagajo pri reševanju nastalega 
problema in nudijo pomoč žrtvi, storilcu in staršem žrtve oz. storilca, kar tri intervjuvanke 
(ŠSD 1, ŠSD 3, ŠSD 4) navajajo, da zunanjih institucij v samo obravnavo primera 
medvrstniškega spletnega nasilja niso neposredno vključili, saj niso videli potrebe po tem. Od 
teh treh intervjuvank ŠSD 1 navaja, da so z zunanjimi strokovnjaki in institucijami sodelovali 
zgolj na ravni organizacije in izpeljave preventivnih dejavnosti. ŠSD 4 pravi, da so se z 
zunanjimi institucijami povezali in z njimi sodelovali na ravni informiranja, brez fizične 
vključitve strokovnjakov v reševanje primera (ŠSD 4). Medtem ko ŠSD 3 navaja, da so se z 
zunanjimi strokovnjaki ali institucijami povezali in sodelovali.  
Le en intervjuvanec navaja, da so v obravnavo primera vključili dve zunanji instituciji, in 
sicer center za socialno delo in policijo (ŠSD 2). Kot pravi D. Lešnik Mugnaioni s sodelavci 
(2016, str. 27), sta to dve instituciji, s katerima se šolski svetovalni delavec znotraj obravnave 
spletnega nasilja najpogosteje povezuje in sodeluje. Intervjuvanec navaja, da so sicer v večji 
meri sodelovali s centrom za socialno delo. S policijo so sodelovali zgolj v postopku na 
sodišču, saj je šlo za dejanje, ki je v Kazenskem zakoniku opredeljeno kot kaznivo dejanje in 
je bil storilec starejši od 14 let, kar pomeni, da je kazensko odgovoren (prav tam).  
Menimo, da bi šolski svetovalni delavci in zunanje ustanove medsebojno lahko več 
sodelovale kot partnerji, ki skupaj rešujejo probleme. Sodelovanje in povezovanje z 
ustreznimi strokovnjaki zunanjih institucij šolski svetovalni službi omogoča dopolnjevanje 
svetovalne dejavnosti na področju pomoči in na področju organizacije preventivnih dejavnosti 
(Programske smernice 2008, str. 13). Slednje prinaša korist tako otoku oz. mladostniku, 
učiteljem, staršem, vodstvu šole kot tudi ostalim udeležencem v šoli. Sodelovanje s šolo ne 
nazadnje korist prinaša tudi strokovnjakom iz zunanjih institucij, saj v okviru sodelovanja 
lahko pridobijo za njih pomembne informacije (Bryan in Henry 2008 v Gregorčič Mrvar idr. 
2016, str. 24). Vse to po našem mnenju pomembno prispeva k zagotavljanju bolj kakovostne 
obravnave primera spletnega nasilja.  
Menimo, da je povezovanje in vključevanje strokovnjakov zunanjih institucij v obravnavo 
spletnega nasilja v veliki meri povezano tudi s tem, v kolikšni meri šolski svetovalni delavci 
sploh poznajo zunanje institucije oz. strokovnjake, ki so jim lahko v oporo pri reševanju 
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problema spletnega nasilja ter nudijo pomoč žrtvi, storilcu in njunim staršem. Zato smo v 
nadaljevanju ugotavljali, v kolikšni meri šolski svetovalni delavci poznajo zunanje institucije.  
Tabela 22: Seznam enot kodiranja, kod in kategorij v zvezi s poznavanjem zunanjih institucij oz. 
strokovnjakov na področju spletnega nasilja s strani šolskih svetovalnih delavcev 
ENOTE KODIRANJA KODE KATEGORIJE 
Poznam samo Safe.si, TOM 
telefon, SOS, druge pa ne, no, se 
nisem nič poglabljala. (ŠSD 1) 
 













Za žrtev je recimo TOM telefon, 
za vse vpletene pa Safe.si, tudi 
predavanja strokovnjaka, ki 
izvaja predavanja, povezana z 
zasvojenostjo s tehnologijo in 
varnostjo na internetu. Potem pa 
so tu še svetovalni centri, na 
katere se vedno lahko obrnejo. 
(ŠSD 3) 
 




Poleg Safe.si vem, da obstaja ta 
TOM za spletno prijavo, TOM 
telefon. Pa potem Spletno oko, 
tisto pa je, kot vem, bolj za 
prijavo bolj spornih spletnih 
vsebin. (ŠSD 4) 
 
Safe.si, TOM telefon, 
Spletno oko 
Safe.si, Varni internet, 
Neodvisen.si, Logout. Čeprav za 
Logout nisem čisto prepričan, da 
smo z njimi že sodelovali, ali so 
že imeli kakšno delavnico pri 
nas, to bi moral preveriti, ampak 








ukvarjajo s tematiko zasvojenosti 




POZNAVANJE ZUNANJIH INSTITUCIJ IN STROKOVNJAKOV (Safe.si (ŠSD 1), 
(ŠSD 2), (ŠSD 3), (ŠSD 4); Tom telefon (ŠSD 1), (ŠSD 4); SOS (ŠSD 1), svetovalni centri 
(ŠSD 3); psihoterapevt (ŠSD 3); Spletno oko (ŠSD 4); Logout (ŠSD 2); Varni internet (ŠSD 
2); Neodvisen.si (ŠSD 2)) 
V slovenskem prostoru obstaja nekaj institucij, ki naslavljajo problem spletnega nasilja in 
varnosti na spletu. Intervjuvanci v večini navajajo, da poznajo vsaj 3 (ŠSD 1, ŠSD 3, ŠSD 4) 
oz. 4 (ŠSD 2) zunanje institucije oziroma strokovnjake. 
Učencem, staršem in šolam so v Sloveniji na voljo storitve, ki so združene v okviru projekta 
Centra za varnejši internet. Center ponuja tri glavne storitve, in sicer točko osveščanja o varni 
rabi interneta in novih tehnologij Safe.si, svetovalno linijo za težave na spletu TOM telefon in 
anonimno spletno prijavo nezakonitih spletnih vsebin, Spletno oko (O centru b. l.). Naši 
intervjuvanci poznajo tako Safe.si (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4), TOM telefon (ŠSD 1, ŠSD 
4) kot tudi Spletno oko (ŠSD 4).  Poleg teh pa poznajo tudi Logout (ŠSD 2), Neodvisen.si 
(ŠSD 2), Varni internet (ŠSD 2), SOS (ŠSD 1), psihoterapevte s tega področja (ŠSD 3) in 
različne svetovalne centre (ŠSD 3).  
Glede na odgovore intervjuvancev ugotavljamo, da šolski svetovalni delavci dobro poznajo 
oziroma so seznanjeni z obstoječimi oblikami pomoči, na katere se lahko obrnejo, ko se 
soočajo s primerom medvrstniškega spletnega nasilja. Vendar pa se sodelovanja z njimi le 
redko poslužujejo oziroma se v večji meri na zunanje strokovnjake obračajo v okviru 
organizacije preventivnih dejavnosti. To ocenjujemo kot pozitivno, a ob tem menimo, da bi 
bilo pomembno, da se na zunanje strokovnjake obračajo in jih povabijo k medsebojnemu 
sodelovanju tudi v primerih soočanja s spletnim nasiljem med učenci. Zunanji strokovnjaki 
šolskemu svetovalnemu delavcu predstavljajo pomembno podporo, saj imajo kot strokovnjaki 
na področju tehnologije, spleta, spletne varnosti in s tem povezanega spletnega nasilja 
podrobne informacije o dogajanju na tem področju. Prav tako poznajo še druge institucije in 
strokovnjake tega področja, s katerimi lahko poveže šolskega svetovalnega delavca, da le-ta 
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pridobi ustrezne informacije, pomoč in podporo, ki jo potrebuje. Navedeno lahko pomembno 
pripomore pri sami obravnavi primera medvrstniškega nasilja preko spleta. Znotraj te se 
šolski svetovalni delavec lahko sreča s specifičnimi in zapletenimi vprašanji in problemi, ki 
jih sam težko razreši oz. za reševanje le-teh ni tako specializiran kot zunanji strokovnjaki, 
zato je takrat posvetovanje s slednjimi nujno (Resman 1999, str. 79). Gre za partnersko 
sodelovanje, kjer si šolski svetovalni delavec in zunanji strokovnjak/-i izmenjujejo izkušnje, 
ideje, predloge ipd. z namenom čim uspešnejšega reševanja problema in zagotavljanja 
dobrobiti učenca (prav tam). Izkušnje in informacije, ki jih šolski svetovalni delavec pridobi v 
okviru medsebojnega sodelovanja, pa lahko dobro izkoristi in uporabi pri svojem nadaljnjem 
delu, bodisi v okviru reševanja podobnih primerov bodisi v okviru organizacije in izpeljave 
preventivnih dejavnosti za različne ciljne skupine. 
13. Ključni dejavnik kakovostne obravnave medvrstniškega spletnega nasilja  
V okviru obravnave, če želi, da je le-ta kakovostna, mora biti šolski svetovalni delavec 
pozoren na številne dejavnike, kot so zagotavljanje zaščite žrtve, nudenje opore, svetovalni 
razgovor z žrtvijo, razbremenitev občutka krivde pri žrtvi, pogovor s storilci, sodelovanje s 
starši, učitelji ipd. Zato nas je zanimalo, katerega od teh dejavnikov bi šolski svetovalni 
delavci izpostavili kot ključnega za kakovostno obravnavo medvrstniškega spletnega nasilja.  
Tabela 23: Enote kodiranja, kode in kategorije v zvezi z mnenjem šolskih svetovanih delavcev o ključnem 
dejavniku kakovostne obravnave medvrstniškega spletnega nasilja 
ENOTE KODIRANJA KODE KATEGORIJE 
Bi rekla, da mora biti kar 
povezava med vsemi temi. Ker če 
bi delali samo na enem od teh, 
mislim, da ne bi dosegli želenega 
cilja. Pomembna je povezava, ta 
podporna mreža v bistvu. (ŠSD 4) 
Povezanost vseh 
dejavnikov (zaščita žrtve, 
podpora, svetovalni 
razgovor z žrtvijo, 
razbremenitev občutka 
krivde pri žrtvi, pogovor 
s storilci, sodelovanje s 




Mogoče bi izpostavila 
vzpostavitev zaupanja z žrtvijo in 
storilci, da ti o dogajanju sploh 
Pridobitev zaupanja 









Po drugi strani seveda tudi 
pogovor s storilci in sodelovanje s 







AKTERJEV Medsebojno sodelovanje vseh 
akterjev, tj. žrtve, storilca, staršev, 
svetovalnih delavcev, učiteljev in 
vodstva šole. (ŠSD 3) 
Svetovalni razgovor z žrtvijo, da 
jo nekako opremiš, kako se temu 
upreti oziroma kakšne vse ima 
možnosti. Potem seveda tudi 









Izpostavil bi to delo z žrtvijo, tako 
kot sem že omenil, da se jo okrepi, 





POMEMBNA JE PODPORNA MREŽA (povezanost vseh dejavnikov (zaščita žrtve, 
podpora, svetovalni razgovor z žrtvijo, razbremenitev občutka krivde pri žrtvi, pogovor s 
storilci, sodelovanje s starši, učitelji ipd.)  (ŠSD 4)) 
VZPOSTAVITEV ZAUPANJA DO ODRASLE OSEBE (ŠSD, RAZREDNIK, 
UČITELJ, STARŠI) (pridobitev zaupanja žrtve in storilca (ŠSD 3)) 
MEDSEBOJNO SODELOVANJE VSEH AKTERJEV (medsebojno sodelovanje vseh 
vpletenih (ŠSD 1), (ŠSD 3)) 
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DELO Z (POTENCIALNO) ŽRTVIJO (zaščita žrtve (ŠSD 1); svetovalni razgovor 
(ŠSD 1), (ŠSD 2); okrepitev in opolnomočenje žrtve (ŠSD 1), (ŠSD 2)) 
Intervjuvanci kot ključne dejavnike za kakovostno obravnavo primera spletnega nasilja med 
učenci navajajo: vzpostavitev zaupanja z žrtvijo in s storilcem (ŠSD 3), medsebojno 
sodelovanje vseh vpletenih (ŠSD1, ŠSD 3) ter delo z žrtvijo oziroma potencialno žrtvijo (ŠSD 
1, ŠSD 2). Ena intervjuvanka (ŠSD 4) navaja, da ne more izpostaviti samo enega dejavnika 
kot ključnega, ampak je pomembna podporna mreža. Gre za pomen povezanosti vseh 
dejavnikov, od zaščite žrtve pa vse do medsebojnega sodelovanja vseh akterjev: »Bi rekla, da 
mora biti kar povezava med vsemi temi. Ker če bi delali samo na enem od teh, mislim, da ne 
bi dosegli želenega cilja. Pomembna je povezava, ta podporna mreža v bistvu.«  
Z intervjuvanko se strinjamo tudi sami. Menimo, da na kakovostno obravnavo primera 
medvrstniškega spletnega nasilja vpliva splet različnih dejavnikov, kot so: zaščita žrtve, 
pridobitev zaupanja žrtve in storilca, izvedba svetovanih razgovorov z vpletenimi, okrepitev 
in opolnomočenje žrtve, pripravljenost na sodelovanje s strani vseh akterjev, torej ne samo 
sodelovanje z žrtvijo in storilcem, ampak tudi sodelovanje z vodstvom šole, s starši, z ostalimi 
učitelji na šoli in zunanjimi institucijami oz. strokovnjaki, delo z oddelkom (opazovalci), 
obstoj jasnih pravil in protokolov, ki zajemajo problematiko spletnega nasilja, organizacija 
preventivnih dejavnosti idr.  
V kolikor želimo, da bo obravnava primera spletnega nasilja med učenci kakovostna, 
menimo, da je ključno, da šolski svetovalni delavec poskrbi za povezanost vseh dejavnikov. 
Svetovalni delavec je namreč tisti, ki ima znanja in spretnosti, da lahko poskrbi za izvedbo 
svetovalnih razgovorov z žrtvijo in s storilcem, v kolikor je ta znan. Na osnovi tega skupaj z 
razrednikom, ravnateljem in po potrebi še z drugimi strokovnimi delavci šole izdela načrt 
pomoči za žrtev nasilja in načrt obravnave ter vzgojnega ukrepanja za storilca nasilja. Poleg 
tega načrtuje še delo s starši, vrstniki žrtve in storilca ter sodeluje z zunanjimi institucijami 
(Protokol ob zaznavi in za obravnavo medvrstniškega nasilja v vzgojno-izobraževalnih 





9.3 Usposobljenost šolskih svetovalnih delavcev na področju pojava 
spletnega nasilja 
 
Tretji sklop vprašanj se nanaša na usposobljenost šolskih svetovalnih delavcev za soočanje z 
medvrstniškim spletnim nasiljem. Osredotočili smo se predvsem na znanja in veščine, ki jih 
imajo šolski svetovalni delavci za delo z vpletenimi v spletno nasilje ter na njihovo 
poznavanje kazenske zakonodaje, povezane s spletnim nasiljem. 
1. Usposobljenost svetovalnih delavcev za soočanje s pojavom spletnega nasilja 
V nadaljevanju nas je zanimalo, kako usposobljene se šolski svetovalni delavci počutijo za 
soočanje s pojavom medvrstniškega spletnega nasilja ter katera znanja in veščine so šolskim 
svetovalnim delavcem v pomoč pri obravnavi in nudenju pomoči otroku oz. mladostniku, ki je 
žrtev spletnega nasilja, otroku oz. mladostniku, ki je storilec, in katera za delo s starši.  
Tabela 24: Enote kodiranja, kode in kategorije v zvezi z mnenjem šolskih svetovalnih delavcev o njihovi 
usposobljenosti za soočanje s pojavom medvrstniškega spletnega nasilja 
ENOTE KODIRANJA KODE KATEGORIJE 
Človek ni nikoli dovolj usposobljen, 
sploh pa pri tem spletnem nasilju, 
ko gre vse tako hitro. (ŠSD 1) 
Nezadostna 









Ja, bi rekel, da ne oziroma vsaj ne 
dovolj. (ŠSD 2) 
Ne. Po profilu sem specialna 
pedagoginja in v okviru študija 
nismo imeli teh vsebin. (ŠSD 3) 
Nismo, nismo zadosti usposobljeni, 
bi kar potrebovali vsi, kot cela šola, 
ne samo svetovalna služba. (ŠSD 4) 
Deloma sem, vsekakor pa bi bil 
lahko še bolj. (ŠSD 2) 
Deloma usposobljeni za 






DELO Z ŽRTVIJO 
V bistvu enako kot pa sem 
usposobljen za delo z učenci, 
vpletenimi v spletno nasilje. (ŠSD 2) 
Deloma usposobljeni za 
delo s starši 
 
 
Osnovna znanja za delo 
 
OSNOVNA ZNANJA 
ZA DELO S STARŠI 
Za delo s starši menim, da nimam 
dovolj znanja. Neka osnovna znanja 
imam v smislu posvetovalnega 
pogovora, ker tu ti v poštev pridejo 
tudi vsebine, ki si jih že drugje 
slišal, ni nujno, da je vezano samo 
na internet, zlorabe in tako, ampak 
so pomembne recimo veščine in 
znanja, kako voditi nek pogovor. 
(ŠSD 3) 
Smo malo bolj, ker je to povezano 
potem z na splošno drugimi 
oblikami nasilja in na splošno 
delom šolskega dela, ne bi pa tudi 
škodilo, če bi se na izobraževanju 
dotaknili malo te vsebine. (ŠSD 4) 
Se na vse možne načine izobražujem 










Mislim, da je vedno dobrodošlo še 
kakšno izobraževanje, da se še bolj 
opremimo za delo tako z učenci kot 
z njihovimi starši. (ŠSD 2) 
Mislim, da bi mi potrebovali še 
marsikakšno izobraževanje na to 




NEZADOSTNA USPOSOBLJENOST SVETOVALNIH DELAVCEV (nezadostna 
usposobljenost za delo z vpletenimi (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4)) 
DELNO USPOSOBLJENI ZA DELO Z ŽRTVIJO (deloma usposobljeni za delo z žrtvijo 
(ŠSD 2)) 
OSNOVNA ZNANJA ZA DELO S STARŠI (deloma usposobljeni za delo s starši (ŠSD 2); 
osnovna znanja za delo (ŠSD 3), (ŠSD 4)) 
DODATNO STROKOVNO IZPOPOLNJEVANJE (dodatna strokovna izobraževanja 
(ŠSD 1), (ŠSD 2), (ŠSD 4)) 
Glede na odgovore naših intervjuvancev ugotavljamo, da so vsi intervjuvani šolski svetovalni 
delavci mnenja, da za soočanje s pojavom spletnega nasilja na splošno niso dovolj 
usposobljeni. Za delo z žrtvijo se deloma usposobljenega čuti le en intervjuvanec (ŠSD 2): 
»Deloma sem, vsekakor pa bi bil lahko še bolj.« Učenci se pogosto na šolskega svetovalnega 
delavca obrnejo, ko iščejo pomoč, podporo in nasvete v zvezi s problemi v šoli in problemi z 
vrstniki. (Siard 2003 v Liplin in Štritof 2003, str. 8), kamor sodi tudi soočanje s spletnim 
nasiljem med vrstniki. Zato je pomembno, da ima šolski svetovalni delavec predvsem znanje 
o razvoju človeka, osebnosti, medosebnih odnosih in zmožnost reševanja problemov, 
sprejemanja odločitev, vzpostavljanja zaupanja in ne nazadnje zmožnost vodenja 
svetovalnega procesa (Resman idr. 1999, str. 70).  Delo z žrtvijo in tudi s storilci spletnega 
nasilja poleg splošnih znanj, ki jih mora imeti šolski svetovalni delavec, tj. vodenje 
svetovalnega razgovora, dobre komunikacijske spretnosti, vzpostavljanje odnosov, 
sodelovanje z delovnim in družbenim okoljem ipd., terja od svetovalnega delavca tudi 
specifična znanja in spretnosti. Šolski svetovalni delavec mora za uspešno delo z žrtvijo imeti 
dovolj znanja o samem pojavu spletnega nasilja, torej o oblikah, v katerih se pojavlja, o tem, 
kaj lahko stori, da pojav omeji oziroma ustavi, kakšni so primerni odzivi na spletno nasilje, 
kako se lahko pred ponovnim pojavom spletnega nasilja zaščitimo, kje lahko poiščemo 
pomoč, tj. katere so institucije, ki se ukvarjajo s pojavom spletnega nasilja, kako je spletno 
nasilje opredeljeno znotraj kazenskega prava ipd. (Lešnik Mugnaioni idr. 2016, str. 25). Prav 
tako pa mora imeti šolski svetovalni delavec znanje in spretnosti s področja razvoja socialnih 
veščin pri učencih, sposobnost nudenja čustvene varnosti in oblikovanja varnega in 
spodbudnega okolja za učence (Pečjak 2014, str. 119). Navedeno velja tudi za delo s storilci 
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spletnega nasilja. Pri delu s slednjimi svetovalni delavci potrebujejo tudi znanje in spretnosti s 
področja strategij za soočanje z neustreznim, agresivnim vedenjem in s konflikti (Marentič 
Požarnik 2007, str. 46).  Ta znanja in spretnosti so vsekakor dobrodošli tudi pri delu z žrtvijo, 
še posebej v primerih, ko se le-ta na nasilje odzove z agresijo.  
Nekoliko bolj kot za delo z žrtvijo oziroma storilcem spletnega nasilja se intervjuvanci (ŠSD 
2, ŠSD 3, ŠSD 4) čutijo usposobljene za delo s starši vpletenih. V večini navajajo, da imajo 
samo osnovna znanja za delo s starši, saj le-ta niso vezana izključno na soočanje s spletnim 
nasiljem. »Neka osnovna znanja imam, v smislu posvetovalnega pogovora, ker tu ti v poštev 
pridejo tudi vsebine, ki si jih že drugje slišal, ni nujno, da je vezano samo na internet, zlorabe 
in tako, ampak so pomembne recimo veščine in znanja, kako voditi nek pogovor.« (ŠSD 3) 
»Smo malo bolj, ker je to povezano potem na splošno z drugimi oblikami nasilja in na splošno 
šolskega dela, ne bi pa tudi škodilo, če bi se na izobraževanju dotaknili malo te vsebine.« 
(ŠSD 4) Pri delu šolskega svetovalnega delavca s starši gre za posvetovalni in s tem 
sodelovalni odnos, zato je pomembno, da imaš šolski svetovalni delavec znanja in spretnosti s 
področja vzpostavljanja sodelovalnega odnosa, ki temelji na medsebojnem spoštovanju in 
zaupanju; s področja medosebne komunikacije in s tem povezano spretnost vodenja 
posvetovalnega razgovora s starši, kjer se drži načela sodelovanja in načela celostnega 
pristopa (Lešnik Mugnaioni s sodelavci 2016, str. 26). Gre za osnovna znanja in spretnosti 
kakovostnega sodelovanja s starši. Poleg teh pa mora šolski svetovalni delavec pri delu s 
starši učencev, vpletenih v medvrstniško spletno nasilje, imeti tudi znanja, ki so vezana na 
sam pojav spletnega nasilja, torej znanja, ki smo jih navedli že pri delu z žrtvijo in s 
povzročiteljem. Le na ta način lahko svetovalni delavec učinkovito sodeluje in skupaj s starši 
vpletenih v medvrstniško spletno nasilje išče rešitve in strategije, ki  bodo v pomoč učencu, ki 
je žrtev oziroma povzročitelj spletnega nasilja (prav tam).  
Posledično trije intervjuvanci navajajo, da menijo, da potrebujejo dodatna strokovna 
izobraževanja na temo spletnega nasilja (ŠSD 2, ŠSD 4) ali pa se o tem že izobražujejo sami 
(ŠSD 1). Svetovalni delavci v osnovnih šolah imajo pravico in dolžnost, da se stalno 
strokovno izpopolnjujejo ter preverjajo lastno strokovno usposobljenost znotraj 
supervizijskih, intervizijskih in podobnih skupin (Programske smernice 2008, str. 10). 
2. Poznavanje kazenske zakonodaje s strani šolskih svetovalnih delavcev 
Pri naslednjem vprašanju smo ugotavljali, kako dobro šolski svetovalni delavci poznajo 
kazensko zakonodajo. Glede na to, da so nekatera dejanja izvedena preko spleta ali 
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informacijske tehnologije znotraj Kazenskega zakonika (2015, 135.‒176. člen) opredeljena 
kot kazniva dejanja, nas je zanimalo, ali šolski svetovalni delavci vedo, kdaj je neko dejanje 
spletnega nasilja tudi kaznivo dejanje. Poleg tega pa smo ugotavljali še, ali vedo, kako 
postopati v primeru, da je storjeno dejanje preko spleta tudi kaznivo dejanje glede na starost 
storilca ter ali poznajo dolžnosti in odgovornosti svetovalnega delavca znotraj kazenskega 
postopka obravnave. 
Tabela 25: Seznam enot kodiranja, kod, podkategorij in kategorij v zvezi s poznavanjem kazenske 
zakonodaje s strani šolskih svetovalnih delavcev 
ENOTE 
KODIRANJA 
KODE PODKATEGORIJE KATEGORIJE 















Obrekovanja. (ŠSD 2) 
Mogoče kakšne slike, 
razpošiljanje teh 
naprej. Ko dekleta 
sama sebe slikajo in to 
gola, seveda pa potem 
nekdo to izkoristi in 













Na primer, ko se 
pošilja fotografije in 
videe brez privoljenja 
druge osebe. (ŠSD 3)  
Širjenje slik. (ŠSD 4) 
Kraje identitete in 
objava osebnih 
Kraja identitete,  
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podatkov. (ŠSD 2)  poosebljanje ZLORABA 
IDENTITETE 
 
Vdor in s tem kraja 



























Zalezovanje oseb(e) je 
tudi ena od teh 





Spolno nasilje preko 
spleta. (ŠSD 2) 
Spolno nasilje  
SPOLNA VSEBINA 
IN PORNOGRAFIJA Najverjetneje tudi 
veliko strani 
pornografije in spolne 
vsebine. (ŠSD 4) 





V primeru, da je 
storilec mlajši od 14 
let, pomeni, da se 
obvesti njegove starše 
in center za socialno 
delo. To tako pravi 
tudi Kazenski zakonik. 































mlajših od 14 let, je 
več odgovornosti na 
starših in na delu 
centra za socialno 
delo, ki potem preverja 
situacijo, se tudi 
pogovorijo s starši, 
vidijo, kako družina 
funkcionira. (ŠSD 2)  
V kolikor pa je storilec 
mlajši od 14 let, se 
izvede pogovor s starši 
in se sodeluje bolj s 
centrom za socialno 
delo. (ŠSD 3) 
Obvestilo 
staršem in CSD 
Za njih odgovorni 
starši. Se pravi, da so 
tudi njihova dejanja 
odgovornost njih in 
staršev in potem nosijo 
posledice. (ŠSD 4)  
V primeru, da je Učenci kazensko  
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storilec star 14 let in 
več, se potem vključi 
še policijo. (ŠSD 1) 









Osebam, starejšim od 
14 let, lahko potem pri 
takemu dejanju sledi 
obravnava na sodišču 
in potem lahko ta 
mladostnik dobi 
kakšen ukrep – ali je to 
kakšna delavnica s 
strani centra za 
socialno delo ali 
obiskovanje kakšnega 
programa in tako 
naprej. (ŠSD 2) 
V primeru, da je 
storilec starejši od 14 
let, se dejanje prijavi 
policiji in se potem z 
njo tudi sodeluje pri 
obravnavi. Pri 14 letih 
je namreč posameznik 
že kazensko 




Če je starejši, je potem 
kazensko sam 
odgovoren. (ŠSD 4) 
Kot šola, mislim, da 
smo vseeno dolžni 









vsaj staršem, če je že 
otrok v tem procesu. 
Se pravi, da se lahko 
povežejo z nami, da 
poiščemo, kakšne so 
možne rešitve, ko se bo 
otrok lahko vključil v 
šolo, če ga recimo 
sodišče odredi kam 
drugam; v tem 
primeru, kako jim  
nekako olajšati 
oziroma pomagati v 






















Z dogajanjem se 
seznani starše 
vpletenih. V obravnavo 
se vključi razrednika 
in ravnatelja. O 
dogajanju se obvesti 












obravnave. Poskrbi za 
zaščito žrtve, izvede 
svetovalni razgovor z 
žrtvijo, storilcem 







Dolžnost šole v teh Poročila o  
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primerih je predvsem v 
smislu, da policija, 
sodišče zahteva kakšno 
poročilo ali razgovor z 
nekom, lahko je tudi 
zagovornik otroku, ne 
vem, odvisno za 












pomagati. V smislu, da 
obveščamo o tem, kaj 
se z otrokom dogaja v 
šoli, ali se je nasilje 
prenehalo, ali še 
vedno traja in da 
seveda posredujemo 
vse dokaze, ki jih 










POLICIJO IN CSD 
Posredovanje 
dokazov 
Ko in če gre za 
postopek, sledimo 
vsem tistim določenim 
dolžnostim, tj. če smo 
vabljeni kot priče, če 
je potrebno 
sodelovanje s centrom 
za socialno delo. 







KATEGORIJE IN PODKATEGORIJE 
KAZNIVA DEJANJA  
Obrekovanje (obrekovanje (ŠSD 2), (ŠSD 4)) 
Širjenje fotografij in videov brez privoljenja osebe (pošiljanje fotografij ali videov druge 
osebe brez njenega privoljenja (ŠSD 1), (ŠSD 3), (ŠSD 4)) 
Zloraba identitete (kraja identitete (ŠSD 2), (ŠSD 3), (ŠSD 4), poosebljanje (ŠSD 3)) 
Izsiljevanje (različna izsiljevanja (ŠSD 2)) 
Goljufija (različne goljufije (ŠSD 2)) 
Nadlegovanje (nadlegovanje druge osebe (ŠSD 4)) 
oziroma vedno 
izpolnjujemo tudi 
dolžnost ali možnost 
glede tega, da šola 
odstopi oziroma 





CSD običajno vpraša, 
ali je ukrep, ki ga 
imajo namen učencu 
izreči, primeren. 
Potem pa je naša 
naloga, torej  naloga 
svetovalnega delavca, 
da jim pri tem 











Zalezovanje (zalezovanje druge osebe (ŠSD 4)) 
Spolna vsebina in pornografija (spolno nasilje (ŠSD 2); spletne strani s spolno vsebino, 
pornografijo (ŠSD 4)) 
POSTOPANJE GLEDE NA STAROST STORILCA 
Mlajši od 14 let: zanje kazensko odgovorni starši (učenci niso kazensko odgovorni, 
obvestilo staršem in CSD (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4)) 
Starejši od 14 let: sami kazensko odgovorni (učenci kazensko odgovorni; prijava policiji, 
kazenski postopek (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4)) 
DOLŽNOSTI ŠOLE IN SVETOVALNEGA DELAVCA  
Nudenje opore staršem (podpora staršem storilca (ŠSD 4)) 
Obveščanje razrednikov, vodstva in učiteljev (seznanjanje akterjev z dogajanjem (ŠSD 3)) 
Razgovori (razgovori z žrtvijo in storilcem/storilci (ŠSD 3)) 
Poročila (poročila o dogajanju in razgovori v okviru postopka obravnave (ŠSD 4)) 
Sodelovanje s policijo in CSD (medsebojno sodelovanje, pomoč; posredovanje dokazov 
(ŠSD 1), (ŠSD 2);  zagotavljanje prostora za pogovor (ŠSD 2)) 
Presojanje ustreznosti ukrepa (mnenje o izrečenem ukrepu učencu storilcu (ŠSD 4)) 
Intervjuvanci navajajo različna dejanja spletnega nasilja, ki so po njihovem mnenju kazniva 
dejanja, in sicer: obrekovanje (ŠSD 2, ŠSD 4), širjenje fotografij in videov brez privoljenja 
osebe (ŠSD 1, ŠSD 3, ŠSD 4), zloraba identitete (ŠSD 2, ŠSD 3, ŠSD 4), izsiljevanje (ŠSD 
2), goljufija (ŠSD 2), nadlegovanje (ŠSD 4), zalezovanje (ŠSD 4) ter spolna vsebina in 
pornografija (ŠSD 2, ŠSD 4).  
Glede na odgovore intervjuvancev lahko ugotovimo, da intervjuvanci poznajo oziroma vedo, 
katera dejanja spletnega nasilja so določena kot kazniva dejanja. Intervjuvanci namreč v 
večini navajajo dejanja, ki so tudi v Kazenskem zakoniku (2015, 135.‒176. člen) opredeljena 
kot kazniva in se jih po uradni dolžnosti preganja. Pod kazniva dejanja se uvrščajo: dejanja 
zoper čast in dobro ime, kamor spada obrekovanje, ki ga navajajo intervjuvanci, prav tako s 
strani intervjuvancev navedeno prikazovanje, izdelava, posest in posredovanje 
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pornografskega gradiva, spolno nasilje, zloraba osebnih podatkov, kamor sodi tudi kraja 
identitete, navedena s strani intervjuvancev. Nadalje: nedovoljena objava zasebnih pisanj in 
neupravičeno slikovno snemanje, kamor sodi širjenje video posnetkov in slik brez privoljenja 
osebe na njih, katerega prav tako navajajo naši intervjuvanci. Poleg navedenega pa so kazniva 
dejanja tudi s strani intervjuvancev navedeno izsiljevanje, goljufija, zalezovanje in 
nadlegovanje (prav tam).   
V Kazenskem zakoniku (2015, 135.‒176. člen) so kot kazniva opredeljena še druga dejanja, 
ki jih naši intervjuvanci v svojih odgovorih ne navajajo, in sicer so to grožnja, mučenje, 
neupravičeno prisluškovanje in zvočno snemanje, kršitev tajnosti občil, pridobivanje oseb, 
mlajših od 15 let, za spolne namene, izdaja tajnih podatkov, javno spodbujanje sovraštva, 
nasilja ali nestrpnosti ipd. (prav tam).  
Nadalje ugotavljamo, da vsi naši intervjuvanci zelo dobro vedo, kako morajo postopati v 
primeru, da je dejanje spletnega nasilja kaznivo dejanje in je storilec starejši oziroma mlajši 
od 14 let. Vsi (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4) namreč navajajo, da se v primeru, da je storilec 
mlajši od 14 let, kazenski postopek ne izpelje, saj otrok ne more biti storilec kaznivega 
dejanja in so zanj odgovorni starši. Prav tako navajajo, da je, v primeru, da je storilec starejši 
od 14 let, le-ta kazensko odgovoren, kar pomeni, da se dejanje prijavi policiji in se zoper 
storilca izpelje kazenski postopek.  
Na osnovi odgovorov intervjuvanih šolskih svetovalnih delavcev ugotavljamo tudi, da šolski 
svetovalni delavci v osnovi vedo, kakšne so dolžnosti šole in šolskega svetovalnega delavca v 
primeru kazenske obravnave mladostnika. Na ravni vzgojno-izobraževalnega zavoda, tj. šole, 
je dolžnost svetovalnega delavca, da o dogajanju obvesti vodstvo, razrednike in učitelje (ŠSD 
3), da z žrtvijo in storilcem izpelje svetovalni razgovor (ŠSD 3) in nudi oporo staršem storilca, 
ko se proti slednjemu izpelje kazenski postopek (ŠSD 4). Znotraj Protokola ob zaznavi in za 
obravnavo medvrstniškega nasilja v vzgojno-izobraževalnih zavodih (2015, str. 22) je 
zapisano, da šolski svetovalni delavec v dogovoru z ravnateljem lahko sodeluje z zunanjimi 
institucijami, torej s policijo in CSD, ko gre za kazensko obravnavo primera spletnega nasilja. 
Slednje kot dolžnost šole in svetovalnega delavca znotraj nje navajajo tudi naši intervjuvanci 
(ŠSD 1, ŠSD 2). Šolski svetovalni delavec naj bi policiji in CSD posredoval dokaze o 
kaznivem dejanju spletnega nasilja (ŠSD 1, ŠSD 2), poročila (ŠSD 4) in mnenja, tudi mnenja 
o izrečenem oziroma v prvi fazi predlaganem vzgojnem ukrepu (ŠSD 4). Vse to je navedeno 
tudi znotraj Zakona o kazenskem postopku (2016, 461. člen, 469. člen, 489. člen). Tako 461. 
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člen predpostavlja, da morajo vzgojno-izobraževalni zavodi (v nadaljevanju VIZ) v postopku 
proti mladoletniku sodišču kar se da hitro posredovati vsa zahtevana sporočila, poročila in 
mnenja. V kolikor se proti mladoletniku znotraj VIZ izvršuje vzgojni ukrep, pa mora VIZ 
vsakih šest mesecev sodišču posredovati tudi poročilo o tem (469. člen in 489. člen). 
Na področju kazenske zakonodaje, ki se nanaša na spletno nasilje, predlagamo razmislek o 
tem, da bi spletno nasilje v Kazenskem zakoniku zapisali kot posebno kategorijo kaznivega 
dejanja, pri čemer bi bilo potrebno jasno zapisati, katera dejanja uvrščamo pod pojem 
(kategorijo) spletno nasilje.  
 
8.4 Ovire in izzivi na področju spletnega nasilja 
 
Četrti sklop vprašanj se nanaša na težave oziroma omejitve, s katerimi se šolski svetovalni 
delavci lahko srečajo znotraj obravnave primera spletnega nasilja in na to, kje šolski 
svetovalni delavci vidijo možnosti za izboljšanje soočanja in za bolj kakovostno obravnavo 
problematike spletnega nasilja.  
1. Težave in omejitve, s katerimi se šolski svetovalni delavci srečujejo v okviru 
obravnave primera spletnega nasilja 
Pri prvem vprašanju tega sklopa nas je zanimalo, s katerimi omejitvami oz. težavami se šolski 
svetovalni delavci soočajo pri obravnavi primerov spletnega nasilja.  
Tabela 26: Seznam enot kodiranja, kod in kategorij v zvezi s težavami in omejitvami v okviru obravnave 
primera spletnega nasilja 
ENOTE KODIRANJA KODE KATEGORIJE 
Pomanjkljivo znanje na tem 





ZNANJE Mogoče res nismo najbolje 
strokovno usposobljeni in 
kompetentni za to, to bi bila lahko 
ena izmed ovir. (ŠSD 4) 




Ne morem jaz v tem smislu 
preprečiti, da ne bi storilec tega 
še enkrat naredil. Se počutim jaz 
osebno nemočno, da dejansko 
tega ne moremo v takem smislu 
preprečiti in tukaj smo omejeni 






OBČUTEK NEMOČI SD 
Pri spletnem nasilju, vsaj pri 
preprečevanju tega, smo 
konkretno dosti nemočni. Ne 
moremo pa vplivati direktno na 
to, kaj se pa dogaja, ko so učenci 
s tehnološko napravo sami, ko 
uporabljajo te programe in 
aplikacije. (ŠSD 2) 
Meni pokimajo pa rečejo, da bodo 
otroku vzeli ali omejili rabo 
telefona, spleta, ampak jaz 
velikokrat vidim, da ima potem 
deklica teh staršev še vedno 
telefon in je še vedno priklopljena 
na vsa možna družbena omrežja. 
(ŠSD 1) 
Neupoštevanje priporočil 



















Starši zanikajo vpletenost svojega 
otroka. Samo neko virtualno 
sodelovanje v smislu, da pritrdijo 
nekim našim nasvetom, 
predlogom, glede omejevanja ali 
ukrepanja pri svojem otroku, pa 
jim to bodisi ne uspe, četudi si za 
to prizadevajo, ali pa si za to ne 
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povzročitelja spletnega nasilja. 
Starši so zanikali dejanje 
njihovega otroka in ga poskušali 
na vsak način zaščititi in se potem 
s tem otrokom niti ne da dobro 
delati, ga ne moreš obravnavati. 
(ŠSD 3) 
 
Težko pridobiti zaupanje 
Težko je pridobiti zaupanje 
vpletenih, ne samo zaupanje žrtve, 
ampak tudi povzročitelja nasilja 
ter staršev obeh vpletenih strani. 
(ŠSD 3) 
Spletno nasilje je pojav, ki ga je 
težko omejiti. Ko gredo enkrat 
stvari na splet, se zelo hitro širijo 
naprej in jih težko popolnoma 
zavremo. (ŠSD 3) 
 










Nimamo nekih res oprijemljivih 
vzvodov, ja, lahko se povežemo z 
zunanjimi  institucijami, ampak 
naš najvišji ukrep je vzgojni 
opomin, kar pa na žalost v končni 
fazi ni najboljša rešitev. (ŠSD 4) 
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Tisto, kar je najhuje, ker so ves 
čas dostopni za vse in je težko. 
Sploh pa s temi »fejk profili«, baje 












Problem, da če je nekaj že šlo na 
splet, je narava spleta ali 
aplikacij taka, da je zelo hitro to 
nekdo shranil, videl, tudi če 
obstajajo možnosti, da sama 
aplikacija, recimo Facebook, 
stvari odstrani. (ŠSD 2) 
Težko dokazljivo in potem seveda 
žrtev ima potem občutek, da se nič 
ni naredilo, čeprav imamo 
svetovalne razgovore in 
pogovore, lahko je storilcu 
dodeljena tudi kakšna kazen. 
(ŠSD 1) 
 




NESODELOVANJE STARŠEV (Zanikanje vpletenosti otrok s strani staršev (ŠSD 2), (ŠSD 
3); neupoštevanje priporočil za delo doma (ŠSD1); težko pridobiti zaupanje (ŠSD 3)) 
POMANJKLJIVO ZNANJE (ne zadostna usposobljenost in pomanjkanje znanja o spletnem 
nasilju (ŠSD 3), (ŠSD 4)) 
OBČUTEK NEMOČI SD (občutek nemoči preprečevanja pojava spletnega nasilja (ŠSD 1), 
(ŠSD 2)) 
PROBLEMATIČNA NARAVA SPLETA (težko omejiti spletno nasilje (ŠSD 2), (ŠSD 3), 
(ŠSD 4); nenehna dostopnost mladih (ŠSD 1); obstoj neresničnih profilov (ŠSD 1); spletno 
nasilje težko dokazljivo (ŠSD 1)) 
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Ugotavljamo, da se vsi intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4) v okviru obravnave 
soočajo z vsaj eno težavo oziroma omejitvijo – kot najpogostejšo omejitev navajajo 
nesodelovanje staršev (ŠSD 1, ŠSD 2, ŠSD 3). Slednji namreč, kot navajajo intervjuvanci, 
pogosto zanikajo vpletenost otrok in ne upoštevajo priporočil svetovalnih delavcev za delo 
doma. Gre za tako imenovane zahtevnejše starše (Hornby 2000, str. 144), ki strokovne 
delavce ne podpirajo pri njihovih prizadevanjih in na sodelovanje z njimi niso pripravljeni. 
Zato je na tem mestu še posebej pomembno, da šolski svetovalni delavci obvladajo spretnosti 
poslušanja, asertivnosti in svetovanja (prav tam). S kakovostno komunikacijo lahko 
svetovalni delavec starše pridobi k sodelovanju in z njimi zgradi partnerski odnos (Pšunder 
1998, str. 38, 71). Vec (2009, str. 79) predlaga, naj se staršem ponudi čim več možnosti in 
načinov medsebojnega sodelovanja, ki so prilagojeni značilnostim in dinamičnim 
zakonitostim posamezne družine. Na ta način se poskrbi, da se vzpostavita varnost in 
zaupanje med svetovalnim delavcem in starši, kar je v fazi vzpostavljanja sodelovanja 
prvotnega pomena (prav tam). Ko je medsebojno sodelovanje vzpostavljeno, pa lahko 
začnemo odpirati tudi neprijetne oziroma manj prijetne teme, kamor spada tudi samo 
medvrstniško spletno nasilje. 
Nadalje intervjuvanci kot omejitev navajajo še: problem pomanjkljivega znanja za 
kakovostno obravnavo (ŠSD 3, ŠSD 4), problem pridobitve zaupanja s strani žrtve in storilca 
spletnega nasilja (ŠSD 3), problem dokazljivosti pojava spletnega nasilja (ŠSD 1), 
problematična narava spletnega nasilja (ŠSD 1, ŠSD 2), občutek nemoči svetovalnega delavca 
(ŠSD 1, ŠSD 2) in to, da je pojav spletnega nasilja težko popolnoma omejiti (ŠSD 3, ŠSD 4).  
Splet omogoča, da se objavljene vsebine hitro širijo, s tem pa se hitro širi sam pojav spletnega 
nasilja in v njem lahko sodeluje večje število posameznikov (Greenspan 2013, str. 5). Prav 
zaradi takšne narave spleta je pojav spletnega nasilja zelo težko popolnoma omejiti in tudi 
dokazati.  
Šolski svetovalni delavci se srečujejo s še eno omejitvijo, in sicer z nejasno politiko 
postopanja v primeru pojava spletnega nasilja med otroki in mladostniki. Tako pogosto ne 
vedo, kaj lahko storijo, kako naj postopajo, kakšne so njihove dolžnosti, odgovornosti, ko se 
problem spletnega nasilja pojavi med učenci (prav tam, str. 4). Menimo, da je s slednjim 
povezan tudi občutek nemoči svetovalnega delavca pri preprečevanju spletnega nasilja in 
pomanjkljivo znanje o samem pojavu. Spletno nasilje je relativno nov pojav, s katerim se 
danes soočajo šole, ki so se do sedaj osredotočale predvsem na soočanje in obravnavo 
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fizičnega in psihičnega medvrstniškega nasilja, zato o njem nimajo veliko znanja in se 
pogosto ne čutijo dovolj usposobljene za soočanje z njim. Dodatna izobraževanja in 
usposabljanja za strokovne delavce šole so po našem mnenju tako ena izmed ključnih stvari, s 
pomočjo katere lahko premostimo težavo pomanjkljivega znanja in pripomoremo k dvigu 
kakovosti obravnave problema spletnega nasilja med vrstniki. K slednjemu pa bi po našem 
mnenju pomembno pripomogli tudi z oblikovanjem enotnih in jasnih priporočil delovanja 
(odzivanja in postopanja) v primerih medvrstniškega spletnega nasilja na sistemski ravni. 
Menimo, da bi to šolskim svetovalnim delavcem vsaj v določeni meri pomagalo pri odpravi 
nejasnosti oziroma dileme, kakšne so pristojnosti strokovnih delavcev in šole kot celote, ko 
gre za soočanje s pojavom medvrstniškega spletnega nasilja.  
 
2. Možnosti za izboljšanje soočanja s problematiko spletnega nasilja 
Pri naslednjem vprašanju nas je zanimalo, kje šolski svetovalni delavci vidijo možnosti za 
izboljšanje soočenja in zagotavljanje bolj kakovostne obravnave problematike spletnega 
nasilja med osnovnošolci. 
Tabela 27: Seznam enot kodiranja, kod in kategorij v zvezi z možnostmi za izboljšanje soočanja s 
problematiko spletnega nasilja 
ENOTE KODIRANJA KODE KATEGORIJE 
Absolutno so to dodatna strokovna 
izobraževanja, organizirana za vse 
učitelje. (ŠSD 1)  
Dodatna strokovna 
izobraževanja za 









Izobraževanje nikoli ne škodi, pride 
prav, ne moremo reči »ja, saj to že 
vemo«. (ŠSD 2) 
Dodatna strokovna izobraževanja na 
to temo. Predlagala bi organizacijo 
predavanj in delavnic na to temo čez 
celo leto. (ŠSD 3) 
Dobra dodatna izobraževanja za nas 
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definitivno. (ŠSD 4) 
K bolj kakovostni obravnavi 
spletnega nasilja  bi prispevale tudi 
dodatne preventivne aktivnosti v 
okviru razrednih ur in različne 













Za same učence delavnice. Mogoče 
tudi to, da bi bile delavnice res bolj 
povezane mogoče s policijo oziroma 
odvisno od primera do primera, s 
kakšnimi strokovnjaki. (ŠSD 4) 
Povezovanje z 
zunanjimi strokovnjaki 
Dobre so tudi vse te splošne pobude, 
organizacije, kot so Safe.si, Logout, 
ki se prav posvečajo temu, kako se 
soočati z nasiljem na spletu, kako 
uporabljati splet ali kako se soočati 
s problemi odvisnosti od socialnih 
omrežij, uporabo računalniških iger. 
(ŠSD 2) 
Splošne pobude in 
organizacije  
En tak primer so protokoli v zvezi z 
ukrepanjem v primeru družinskega 
nasilja, bi lahko šli v tej smeri. 
Vsekakor je potrebno na tem mestu 
razmisliti, ali je smiselno vzpostaviti 
nek splošen sistem ukrepanja pri 
tem, kako ukrepati. (ŠSD 2) 
Vzpostavitev protokolov 











DODATNA STROKOVNA IZOBRAŽEVANJA (dodatna strokovna izobraževanja za 
učitelje in svetovalne delavce (ŠSD 1), (ŠSD 2), (ŠSD 3), (ŠSD 4)) 
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VEČ SPLOŠNIH POBUD IN ORGANIZACIJ (splošne pobude in organizacij (ŠSD 2); 
dodatne preventivne dejavnosti (ŠSD 3); povezovanje z zunanjimi strokovnjaki (ŠSD4)) 
VZPOSTAVITEV PROTOKOLOV IN SPLOŠNEGA SISTEMA UKREPANJA 
(vzpostavitev protokolov ukrepanja ob spletnem nasilju (ŠSD 2))  
Vsi intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4) možnost izboljšave vidijo v dodatnem 
strokovnem izobraževanju za vse strokovne delavce šole in ne zgolj za šolske svetovalne 
delavce. Za kakovostno obravnavo medvrstniškega spletnega nasilja je namreč pomembno, da 
imajo vsi strokovni delavci jasne in dosledne informacije o spletnem nasilju ter da so vsi 
seznanjeni tudi s postopki preprečevanja, odkrivanja, odzivanja in ne nazadnje prijave primera 
spletnega nasilja med učenci (Priporočila za šole … 2014, str. 1).  
Nadalje intervjuvanci menijo, da bi k bolj kakovostni obravnavi medvrstniškega spletnega 
nasilja pripomogla organizacija dodatnih preventivnih dejavnosti, pri katerih bi se v večji meri 
povezali tudi s strokovnjaki zunanjih institucij (ŠSD 3, ŠSD 4). V okviru preventive Kowalski 
s sodelavci (2012, str. 166) priporoča, naj se učencem posreduje znanje o tem, kaj je spletno 
nasilje, v kakšnih oblikah se pojavlja, kako področje spletnega nasilja urejajo šolski akti, kako 
lahko prijavijo primer spletnega nasilja in kakšni so najbolj primerni odzivi nanj. Poleg tega 
predlaga, da se s pomočjo raznih dejavnosti učence senzibilizira za zaznavo spletnega nasilja 
in se spodbuja razvoj empatije do žrtev spletnega nasilja (prav tam, str. 167). Pomembno je, 
da se izpostavi pomen ukrepanja ob zaznavi izvajanja spletnega nasilja nad drugo osebo in da 
se učencem zagotovi informacije o tem, kako se pred spletnim nasiljem lahko zaščitijo oz. 
kako lahko zmanjšajo tveganje, da bi sami postali žrtev spletnega nasilja (prav tam). Na tem 
mestu je po našem mnenju pomembno predvsem medijsko in digitalno opismenjevanje 
učencev, s katerim je po našem mnenju potrebno začeti že zgodaj. Otroci postanejo 
uporabniki tehnologije in spleta že relativno zgodaj in zato je razvoj veščin, znanj in 
kompetenc, ki jim bodo omogočili učinkovito, predvsem pa varno rabo informacijsko-
komunikacijske tehnologije in spleta, izredno pomembno. Digitalna pismenost je praktično 
ena od temeljnih spretnosti sodobne družbe. Priložnosti za digitalno in medijsko 
opismenjevanje učencev vidimo v vključevanju teh vsebin tako v obvezni kot tudi razširjeni 
program osnovne šole. Kar pomeni, da bi se vsebine, kot so na primer ustrezna uporaba 
digitalnih orodij, prednosti in nevarnosti spleta in zavarovanj pred slednjimi, izbira ustreznih 
gesel, identifikacija dostopa in kritičnega vrednotenja informacij, ki jih dobimo na spletu, 
možni načini odzivanja, ko se pri uporabi digitalne tehnologije srečamo s težavno situacijo, 
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spletni bonton ipd. obravnavale v okviru dni dejavnosti, razrednih ur, pouka različnih 
predmetov (medpredmetno povezovanje) in okviru izbirnega predmeta Vzgoja za medije ter 
tudi v okviru interesnih dejavnosti.  
ŠSD 2 kot možnost za izboljšanje soočanja s problematiko medvrstniškega spletnega nasilja 
navaja še vzpostavitev protokolov in splošnega sistema ukrepanja v primeru spletnega nasilja 
ter še več splošnih pobud in organizacij, ki se ukvarjajo s spletom in spletnim nasiljem: 
»Dobre so tudi vse te splošne pobude, organizacije, kot so Safe.si, Logout, ki se prav 
posvečajo temu, kako se soočati z nasiljem na spletu, kako uporabljati splet ali kako se 
soočati s problemi odvisnosti od socialnih omrežij, uporabo računalniških iger.«  
Strinjamo se z navedbami intervjuvanca in menimo, da je obstoj organizacij, kot so Safe.si, 
Logout, Varni internet, Neodvisen.si in druge pomemben za bolj kakovostno soočanje s 
problemom spletnega nasilja med vrstniki. Takšne organizacije so namreč pomemben vir 
pomoči tako za šolskega svetovalnega delavca kot za otroke in starše. In sicer z vidika pomoči 
in podpore v primeru medvrstniškega spletnega nasilja ter pomoči in podpore na ravni 
preventivnih dejavnosti.  
Prav tako se strinjamo, da bi k bolj kakovostnemu soočanju z medvrstniškim spletnim 
nasiljem pripomogli jasno oblikovani protokoli o tem, kdaj in kako mora šola in znotraj nje 
zaposlen svetovalni delavec postopati, ko pride do primera spletnega nasilja med učenci. 
Danes se svetovalni delavci zaradi pomanjkanja jasnih strategij in politik na področju 
spletnega nasilja pogosto znajdejo pred dilemo, kdaj in kako naj se odzovejo, če se spletno 
nasilje pojavi med učenci njihove šole. V slovenskem prostoru namreč obstaja samo Protokol 
ob zaznavi in za obravnavo medvrstniškega nasilja v vzgojno-izobraževalnih zavodih (2015), 
ki zajema samo splošne smernice za postopanje v primeru katere koli oblike medvrstniškega 
nasilja. Tako da šole in šolski svetovalni delavci praktično nimajo nečesa oprijemljivega, na 
kar bi se lahko oprli, ko bi se soočali s problemom spletnega nasilja med vrstniki. Menimo, da 
bi bilo smiselno napraviti razmislek o tem, kako spletno nasilje umestiti v že obstoječe 





8.5 Pozitivne oziroma negativne izkušnje pri obravnavi medvrstniškega 
spletnega nasilja 
 
Zadnji sklop vprašanj se nanaša na izkušnje šolskih svetovalnih delavcev v okviru obravnave 
medvrstniškega spletnega nasilja. 
1. Izkušnja šolskih svetovalnih delavcev s spletnim nasiljem 
Pri zadnjem vprašanju smo ugotavljali, kakšne so izkušnje šolskih svetovalnih delavcev z 
medvrstniškim spletnim nasiljem. Zanimalo nas je, ali je bila le-ta pozitivna ali negativna. Ob 
tem pa smo intervjuvane šolske svetovalne delavce prosili, da nam eno izmed svojih izkušenj 
tudi opišejo. 
 




KODE PODKATEGORIJE KATEGORIJE 
Prva pozitivna izkušnja 
je bil en res velik 
primer, že kar nekaj let 
nazaj, ko so dekleta 
imela na Facebooku 
prav določeno skupino, 
pa so bile najprej vse 
prijateljice, potem sta 
se pa dve odločili, da 
bosta eno iz te skupine 
izpisali. Ostali dve 
dekleti v skupini sta o 
tej deklici, ki so jo 
izključile, napisali zelo 








































res grde, grozne 
zmerljivke, in ne samo 
na njo, ampak tudi na 
račun cele njene 
družine. Tako da sem 
potem tudi jaz tisti dve 
punci poklicala na 
razgovor, sem 
povedala, da se to ne 
dela. Skratka, bilo je 
tako, da sem rekla, da 
naj ukinejo to skupino 
in to pred mano, da ni 
bilo več potem tega, a 
si lahko član ali nisi 

















































Šlo je za neposredno 
besedno nasilje, 
konkretno žaljenje na 
družbenem omrežju 
Ask.fm in je bilo to 
pravzaprav izhodišče, 
kot sem že omenil, 
pozitiven izhod za 
obravnavo tako žrtve 
kot storilca, torej da je 
lahko potem prišlo do  
soočenja in 
razreševanja konfliktov 
v živo v šoli skozi 
svetovalne razgovore in 
tudi mediacijo med 












smo, lahko rečem, kar 
učinkovito razrešili oz. 
bolj primerno je, če 
rečem, da smo stvar 
omilili, da se to v tem 
smislu ni nadaljevalo, 
da se je spor zgladil. 
(ŠSD 2)  
Fotografij niso več 
širili in so se držali 
tega, kar smo se v 
okviru pogovorov z 





Dobra izkušnja je v tem 
smislu, da je nek pojav 
spletnega nasilja 
pravzaprav lahko tudi 
izhodišče za obravnavo 
drugih spremljajočih 
težav ali tudi nekih 



















ali tudi za nudenje 
pomoči žrtvi, ampak ne 
samo kot žrtvi 
spletnega nasilja, 
ampak tudi kot žrtvi 
drugih oblik nasilja in 
hkrati s tem tudi 
možnost, da se 
posameznika okrepi z 
bodisi socialnimi 
veščinami, z neko 
podporo, ki jo je 
mogoče spodbudil ta 
primer spletnega 
nasilja. Storilci in žrtve 
z obravnavo lahko 
nekaj stvari pridobijo. 









Rezultati so se zaenkrat 
pokazali kot v redu, se 
pravi sprememba klime, 
tisto, kar nam je bil cilj 
v razredu pa da se 






klime v oddelku 
in prenehanje 
nasilja 
Sem rekla, da če ne 
želijo biti z njo  (s to 
punco, ki so jo izločile) 
prijateljice, v redu. So 
bile potem bolj na tej 
formalni ravni. Prek 






šolskega leta   
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Na ta način smo to 
rešili. To je bila ena 
taka s srečnim koncem, 
lahko rečem.  (ŠSD 2) 
 
Lahko rečem, da je bila 
izkušnja v večini 
pozitivna, predvsem z 
vidika razgovora z 
žrtvijo, ki je prišla do 
mene, se zaupala, se ni 
zaprla vase, in tudi z 
vidika razgovora s 








Mislim, da je bilo 
pozitivno, ne glede na 
to, da je bil dogodek 
negativen, to, da je 
žrtev spregovorila, da 
so starši nudili oporo. 
(ŠSD 4) 
Vsi so komunicirali, 
sodelovali, se 
pogovarjali in smo 
razjasnili zadevo. 
Povzročitelji so se malo 
ustrašili, ko smo se 
pogovorili, so videli, da 
to ni tako nedolžna 
stvar in so fotografije 
izbrisali, kot smo se 
dogovorili. Pozitivna 














sodelovanje s strani 
staršev žrtve, ti so se 
primerno odzvali. (ŠSD 
3) 
Tudi glede na to, da so 
bili kar vsi udeleženci 
pripravljeni sodelovati, 
spregovoriti, niso bili 
tiho niti takrat, ko je 
bilo vodstvo zraven, niti 
ko je bil prisoten 
policist. Mislim, da je 
bilo kar pozitivno. 
(ŠSD 4) 
Bila je tudi negativna 
izkušnja, sicer še 
starejši primer. To je 
bila pa taka kolobocija, 
da je jaz nisem mogla 
razrešiti. Sta bila oba 
učenca 9. razred in je 
punca imela fanta iz 
šole in sta se potem 
onadva že zmerjala 
med sabo. On je  
objavljal, kar ne bi 
smel in ona je njemu 
celo družino pošiljala, 
da ne bom rekla kam … 
Skratka, na koncu je 






































napadla, kaj on dela. 
Starši pa tukaj z nobene 
strani niso bili 
sodelujoči. Z njegove 
strani niti ni bilo tako 
potrebno, ampak z 
njene strani, ko smo jo 
hoteli tako malo 
umiriti, pa niso bili 
ravno pripravljeni 
sodelovati. To je bila 
pa ena taka neprijetna, 
negativna izkušnja. 
(ŠSD 1)  
Na splošno bi rekel, da 
je še kar nekaj 
negotovosti pri 
obravnavi teh stvari, ki 
izhajajo mogoče iz 
tega, da ni natančnejših 
protokolov ravnanja ob 
tem, da je tukaj vedno 
tudi ta dilema, ali je to 
nekaj, kar se dogaja v 
šoli, ali izven šole. 
Pojavi se nemoč pri 
preprečevanju tega. 













Dilema, ali je 
vprašanje šole 
ali izven nje 
Nemočno sem se 
počutila, ko sem 
izvedela, da so se 











med fante, ki niso bili 
učenci naše šole in 
nisem vedela, kaj se bo 
pa potem dogajalo 
doma, ko bo učenka na 
svoji napravi in bo 
lahko tarča nasilja tudi 
s strani teh učencev, pa 
ne samo preko spleta, 
ampak tudi v 
neposrednem stiku, ko 
je hodila ven v svojem 
domačem kraju. Se 
sprašujem, kako je zdaj, 
ali bo kakšno podobno 
stvar še kdaj storila in 
podobno. (ŠSD 3)   













POZITIVNA IZKUŠNJA KOT IZHODIŠČE ZA KAKOVOSTNO SOOČANJE S 
PRIMERI MEDVRSTNIŠKEGA SPLETNEGA NASILJA 
Omejitev pojava (Omejitev pojava spletnega nasilja na družbenem omrežju FB (ŠSD 1); 
omilitev in omejitev pojava spletnega nasilja prek družbenega omrežja Ask.fm (ŠSD 2); 
prenehanje širjenja fotografij (ŠSD 3)) 
Uspešno razreševanje primera (izhodišče za obravnavo spremljajočih težav, možnost 
opolnomočenja (ŠSD 2); doseg zastavljenih ciljev: sprememba klime v oddelku in prenehanje 
nasilja (ŠSD 4), dekleta na formalni ravni do konca šolskega leta (ŠSD 1) 
Zaupanje žrtve (žrtev spregovorila (ŠSD 3), (ŠSD 4)) 




NEGATIVNA IZKUŠNJA  
Nesodelovanje vpletenih (nesodelovanje staršev vpletenih (ŠSD 1)) 
Neuspešno razreševanje primera (spletno nasilje preraste v fizično nasilje; nezmožnost SD 
razrešiti primer (ŠSD 1)) 
Nemoč pri popolni omejitvi pojava (nemoč pri preprečevanju širjenja nasilja zunaj šole 
(ŠSD 3); možnost ponovitve dejanja (ŠSD 3)) 
Negotovost pri obravnavi (negotovost pri obravnavi; ni protokolov ravnanja v primeru 
spletnega nasilja; dilema ali je vprašanje šole ali izven nje (ŠSD 2)) 
Vsi intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3, ŠSD 4) pravijo, da je bila izkušnja s primerom 
medvrstniškega spletnega nasilja večinoma pozitivna. ŠSD 1 pojasnjuje, da je bila zanjo 
izkušnja pozitivna, saj so pojav spletnega nasilja, ki se je med dekleti 9. razreda razvil na 
družbenem omrežju Facebook, uspeli omejiti. Kot pozitivno v izkušnji navaja še to, da jim je 
uspelo zagotoviti, da so dekleta bila »na tej formalni ravni«. Torej to, da so se med njimi 
vzpostavili spoštljivi odnosi.  
Tudi ŠSD 2 pojasnjuje, da je bila izkušnja pozitivna, saj so primer nasilja prek družbenega 
omrežja Ask.fm omiliti in zgladiti spor. Ob tem pa dodaja, da je bila izkušnja pozitivna tudi 
zaradi tega, ker je bilo spletno nasilje izhodišče za obravnavo spremljajočih težav in drugih 
oblik nasilja in so skozi obravnavo imeli možnost, da tako žrtev kot storilca okrepijo z 
določenimi veščinami. 
ŠSD 3 in ŠSD 4 navajata, da je bila zanju izkušnja pozitivna predvsem z vidika zaupanje žrtve 
do odrasle osebe (staršev, šolskega svetovalnega delavca) in je povedala, kaj se dogaja, ter z 
vidika pripravljenosti za sodelovanje s strani vseh vpletenih. Ob tem ŠSD 4 dodaja, da je bila 
izkušnja pozitivna tudi zato, ker jim je uspelo doseči zastavljene cilje. Intervjuvanka izpostavi 
dva pomembna cilja, in sicer zaustavitev nasilja in spremembo klime v oddelku. Vzpostavitev 
pozitivne oddelčne klime s prijateljskimi odnosi, sprejemanjem, zaupanjem in medsebojnim 
spoštovanjem je po našem mnenju izrednega pomena. Le v oddelku, v katerem se vsak učenec 
počuti sprejetega, lahko steče proces kakovostnega dela in poučevanja (Pušnik idr. 2002, str. 
177). Počutje vsakega posameznika znotraj oddelka vpliva na delovanje oddelka kot celote. 
Torej je pomembno, da si vsi, tako učitelji kot učenci, prizadevajo vzpostaviti okolje, ki 
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temelji na medsebojnem sodelovanju, vključenosti vseh, povezanosti in vzajemnem zaupanju 
(prav tam).  
Na osnovi odgovorov naših intervjuvancev ugotavljamo, da je za zagotavljanje pozitivne 
izkušnje z obravnavo spletnega nasilja med vrstniki pomembno predvsem to, da se ob zaznavi 
primera medvrstniškega nasilja takoj odzovemo in si v okviru obravnave izoblikujemo močno 
podporno mrežo, ki temelji na medsebojnem sodelovanju in podpori vseh akterjev. Menimo, 
da k pozitivni izkušnji z medvrstniškim spletnim nasiljem lahko pripomoremo z 
zagotavljanjem dodatnih strokovnih izobraževanj na temo spletnega nasilja, z digitalnim 
opismenjevanjem, s povečanjem sodelovanja z zunanjimi institucijami in strokovnjaki ter z 
vzpostavitvijo jasnih protokolov postopanja na šolski in sistemski ravni.  Torej s pomočjo 
izboljšav na področjih, ki jih že sami intervjuvani šolski svetovalni delavci navajajo kot tista, 
kjer oni vidijo možnosti za bolj učinkovito in kakovostno soočanje z medvrstniškim spletnim 
nasiljem.  
Trije intervjuvanci (ŠSD 1, ŠSD 2, ŠSD 3) navajajo, da so poleg pozitivne izkušnje z 
medvrstniškim spletnim nasiljem imeli tudi negativno izkušnjo. ŠSD 1 navaja, da je bila zanjo 
negativna izkušnja primer spletnega nasilja, ki ga ni uspela razrešiti in je preraslo v fizično 
nasilje. Ob tem dodaja, da je bil primer zanjo negativna izkušnja tudi zaradi nepripravljenosti 
za sodelovanje s strani staršev. Nesodelovanje staršev je problem, ki je v osnovnih šolah po 
našem mnenju nemalokrat prisoten, še posebej pri dogodkih medvrstniškega nasilja. Nekateri 
starši težko sprejmejo dejstvo, da je bil njihov otrok udeležen v medvrstniškem nasilju, še 
posebej, če se le-ta pojavlja v vlogi nasilneža oziroma storilca. Starši se takrat pogosto 
odzovejo z zanikanjem in težnjo po zaščiti otroka, kar je pričakovan in razumljiv odziv 
(Kowalski idr. 2012, str. 132; My child has been accused of bullying others b. l.). Zato je 
pomembno, da se na tem mestu napravi razmislek o tem, kako lahko starše pridobimo k 
sodelovanju. Menimo, da je pomembno staršem posredovati sporočilo, da smo vsi skupaj »na 
istem bregu« in imamo skupni cilj: poskrbeti za dobrobit učenca, da se bo le-ta razvil v 
kritičnega, avtonomnega, samostojnega in odgovornega posameznika. Da nam bo to uspelo, 
pa je potrebno najti skupni jezik s starši in z njimi vzpostaviti partnerski odnos. Na tem mestu 
so še posebej pomembne komunikacijske spretnosti šolskega svetovalnega delavca. Le tako 
lahko vzpostavimo iskren, odprt in na zaupanju temelječ odnos, ki je predpogoj za 
medsebojno sodelovanje in uspešno reševanje problemov. Kot zapiše J. Kalin s sodelavci 
(2008, str. 21), svetovalni delavec z vzpostavitvijo partnerskega odnosa s starši, z rednim 
medsebojnim izmenjevanjem informacij o učenčevem razvoju in napredku doma in v šoli, s 
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skupnim delom, z vključevanjem v delo šole, izpostavljanjem prednosti partnerskega odnosa 
ipd. starše motivira za medsebojno sodelovanje. Sodelovanje s starši je torej nujno za 
optimalni razvoj učenca, zato si je potrebno prizadevati (iskati možnosti) za premoščanje 
problema nesodelovanja staršev. 
ŠSD 2 pojasnjuje, da je bila zanj primer medvrstniškega spletnega nasilja negativna izkušnja 
zaradi negotovosti pri obravnavi. Slednja pogosto izhaja iz tega, da ni jasnih protokolov 
ravnanja oz. ukrepanja v primeru spletnega nasilja; iz vedno prisotne dileme, ali je spletno 
nasilje med vrstniki vprašanje šole ali institucij izven nje in iz nemoči pri preprečevanju 
spletnega nasilja. Menimo, da je zato ključno, da se vzpostavi dogovor, pravila in jasen zapis 
ukrepanja ob tovrstnih primerih, ki bo jasen in viden vsem udeležencem vzgojno-
izobraževalne institucije. Poleg tega pa na tem mestu po našem mnenju pomembno vlogo 
predstavlja tudi povezovanje šolske svetovalne službe z zunanjimi institucijami in 
strokovnjaki, ki kot pomemben vir podpore in pomoči šolskemu svetovalnemu delavcu lahko 
pomagajo pri soočanju in zmanjšanju negotovosti v okviru obravnave primerov 
medvrstniškega spletnega nasilja. Kot je zapisano v Programskih smernicah (2008, str. 11–
12), se lahko šolski svetovalni delavec, ko se sooča s problemi, vprašanji, ki jih sam ne zmore 
rešiti, po pomoč vedno obrne na zunanje strokovnjake. Pri tem je pomembno, da se vzpostavi 
vzajemna pomoč in podpora oz. partnerstvo z njimi. Možnost za soočanje in zmanjšanje 
negotovosti šolskih svetovalnih delavcev v obravnavi spletnega nasilja med učenci vidimo 
tudi v digitalnem in medijskem opismenjevanju vseh akterjev šole (učencev, učiteljev, staršev 
in ostalih strokovnih delavcev šole). S tem si posamezniki pridobijo znanje in veščine, ki jim 
koristijo in zmanjšajo občutek nemoči na različnih področjih vsakdanjega življenja. Gre torej 
za veščine in znanja, ki niso vezane zgolj na področje soočanja s spletnim nasiljem, a so za to 
področje izrednega pomena. 
Podoben razlog za negativno izkušnjo s primerom spletnega nasilja navaja tudi ŠSD 3, ki 
pravi, da je bilo zanjo soočanje s primerom spletnega nasilja negativna izkušnja zaradi nemoči 
pri preprečevanju širjenja nasilja zunaj šole, tj. med učenci drugih šol, in zaradi s tem 
povezanega vprašanja, ali se bodo stvari še kdaj ponovile.  
Glede na opise negativnih izkušenj intervjuvanih šolskih svetovalnih delavcev ugotavljamo, 
da intervjuvanci, ko opisujejo, zakaj so bile njihove izkušnje znotraj obravnave spletnega 
nasilja med učenci negativne, navajajo predvsem stvari, ki jih pri vprašanju o omejitvah in 
težavah prepoznavajo  kot omejitve oziroma težave, s katerimi se šolski svetovalni delavec 
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lahko sooča znotraj obravnave primera medvrstniškega spletnega nasilja. Gre za omejitve 
oziroma težave, ki jih lahko premostimo s predlogi, ki jih pri vprašanju o izzivih in možnostih 
za bolj kakovostno obravnavo primerov spletnega nasilja navajajo intervjuvani šolski 
svetovalni delavci, in predlogi, ki jih skozi nalogo navajamo tudi sami. To je torej z 
digitalnim opismenjevanjem, dodatnimi strokovnimi izobraževanji šolskih svetovalnih 
delavcev in učiteljev na temo spletnega nasilja, z organizacijo preventivnih dejavnosti za 
različne ciljne skupine, s povezovanjem in partnerskim sodelovanjem z zunanjimi 
institucijami in strokovnjaki, z vzpostavitvijo pozitivne šolske klime (naravnanost proti 
vsakršnemu nasilju), z jasnimi zapisi in pravili o spletnem nasilju v šolskih dokumentih in z 
oblikovanjem jasnih protokolov postopanja v primerih medvrstniškega spletnega nasilja na 
sistemski ravni. Menimo, da je negativna izkušnja svetovalnih delavcev pri obravnavi 
spletnega nasilja med vrstniki lahko dobro izhodišče za razmislek o možnih izboljšavah. 
Postopno izboljševanje na posameznih področjih lahko pomembno pripomore k učinkovitemu 
in kakovostnemu soočanju s pojavom medvrstniškega nasilja in posledično k zmanjšanju 
števila negativnih izkušenj in povečanju števila pozitivnih izkušenj šolskih svetovalnih 
delavcev z obravnavo primerov spletnega nasilja med vrstniki. 
9 Poskus oblikovanja teorije 
 
Na podlagi izvedenih intervjujev med šolskimi svetovalnimi delavci štirih osnovnih šol v 
Sloveniji, od tega ene v vaškem in ene v mestnem ter dveh v primestnem okolju, smo 
pridobili podatke, ki so nam v pomoč pri razumevanju in opredeljevanju vloge šolske 
svetovalne službe pri obravnavi spletnega nasilja med osnovnošolci.  
Glede na pridobljene odgovore intervjuvanih šolskih svetovalnih delavcev ugotavljamo, da 
ima šolska svetovalna služba pomembno vlogo pri prepoznavanju in odzivanju na pojav 
spletnega nasilja, pri obravnavi primerov (tj. pri delu z žrtvijo, storilcem/-ci, opazovalci, 
sodelovanju z drugimi akterji) in pri organizaciji ter izvedbi preventivnih dejavnosti na temo 
spletnega nasilja. Hkrati pa s pomočjo pridobljenih odgovorov ugotavljamo, da bi bilo za 
boljše razumevanje in opredeljevanje vloge šolske svetovalne službe pri obravnavi 
medvrstniškega spletnega nasilja potrebna bolj jasna opredelitev pristojnosti in vloge šole in 
šolskih svetovalnih delavcev pri obravnavi medvrstniškega spletnega nasilja, in sicer tudi v 
odnosu do akterjev zunaj šole.  
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Ko govorimo o vlogi šolskih svetovalni delavcev pri obravnavi spletnega nasilja med 
osnovnošolci, nas najprej zanima, kako svetovalni delavci opredeljujejo spletno nasilje in 
kako dobro so z njim seznanjeni. Ugotavljamo, da intervjuvani šolski svetovalni delavci v 
osnovi poznajo pojav spletnega nasilja. Pojem spletnega nasilja vežejo na splet in na sredstva 
komuniciranja preko le-tega, predvsem na družbena omrežja, čeprav se spletno nasilje lahko 
vrši preko različnih kanalov komuniciranja. To lahko povezujemo s tem, da se spletno nasilje 
med otroki in mladostniki največkrat vrši ravno v obliki žaljivih komentarjev, objavljanja in 
posredovanja fotografij in video posnetkov druge osebe na družbenih omrežjih in v obliki 
izključevanja iz spletne skupnosti, tj. iz skupin, ustvarjenih na družbenih omrežjih (Hinduja in 
Patchin 2015; Prešern 2015; Brečko 2019, str. 3, 8). Gre za oblike, ki jih tudi intervjuvani 
šolski svetovalni delavci vidijo kot najbolj razširjene oblike spletnega nasilja med 
osnovnošolci. Poleg navedenih oblik kot prevladujočo obliko izpostavljajo še različne 
računalniške igre, znotraj katerih prihaja do dejanj nasilja in izključevanja iz skupnosti, v 
katero so povezani učenci igralci. Klasifikacija N. Willard (2006 v Kowalski 2012, str. 61), na 
katero se nasloni večina strokovnjakov, ko pišejo o oblikah spletnega nasilja, računalniških in 
spletnih iger ne smatra kot posebne oblike spletnega nasilja. Menimo, da bi bilo smiselno 
razmisliti o tem, da se računalniške oziroma spletne igre znotraj klasifikacij oblik spletnega 
nasilja opredeli kot posebno obliko spletnega nasilja. Računalniške in spletne igre, predvsem 
tiste, ki so več igralske in znotraj katerih igramo in preko glasovnega ter besednega klepeta 
komuniciramo z drugimi posamezniki, prinaša tveganje za spletno nasilje. Običajno se igralci 
iger močno vživijo v fikcijo igre in so za doseg cilja znotraj igre pripravljeni narediti vse. 
Tako se v veliko spletnih in računalniških igrah med igralci vzpostavi sovražno okolje z 
veliko sovražne retorike med igralci. V igrah tako pride do groženj, žaljenja, ustrahovanja in 
izkoriščanja soigralcev (Igranje iger b. l.). Dodatno moč pri teh dejanjih igralcem daje 
anonimnost, na kateri temelji večina spletnih ali računalniških iger (prav tam). Igralci, ki 
sodelujejo v igrah, se pogosto skrivajo za različnimi vzdevki, kar jim omogoča, da si ustvarijo 
neko nerealno podobo o sebi in se do drugih igralcev vedejo nasilno in neprimerno (prav 
tam). Znotraj igric se vzpostavi tudi razmerje moči. Posameznik, ki bolj obvladuje igrico, ima 
večjo moč v igri kot njegovi soigralci in lahko slednje ponižuje, jih žali ipd. zaradi slabše igre 
ali pa jih celo izključi iz igre, torej skupnosti, v katero so povezani. Gre torej za specifiko 
spletnega nasilja, pri katerem razmerja moči temeljijo na znanju, ki ga le-ta ima o 
informacijsko-komunikacijski tehnologiji in spretnosti za upravljanje z njo (Strabić in 
Milaković 2016, str. 187). Menimo, da je razmislek o tem, da se spletne in računalniške igre 
opredeli kot posebno obliko spletnega nasilja, pomemben tudi z vidika nasilne in neprimerne 
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vsebine znotraj iger, kot je na primer spolno nadlegovanje. Slednje je v igri predstavljeno kot 
samoumevno oziroma sprejemljivo vedenje v razmerju do soigralk in soigralcev (Robnik 
2019, str. 36‒38). V igricah se pojavlja veliko seksizma, torej poudarjanja moške moči, 
nasilnih odnosov do spolnih partnerjev ipd. na eni strani ter prikaz ženskih likov kot pretirano 
ženstvenih in podrejenih ter poudarjanje seksualnosti kot osnovne ženske vrednosti na drugi 
strani (Scharrer 2004 v Chrisler in McCreary 2010, str. 393‒412). Vse to je na nek način tudi 
izhodišče in spodbuda za izvajanje spletnega nasilja nad soigralkami.  
Pojav vedno novih oblik spletnega nasilja in hitro širjenje le-tega je pogosto povezano s 
hitrim razvojem tehnologije in z nastajanjem vedno novih družbenih omrežij ter s tem 
povezano vzpostavitvijo t. i. virtualne družbe. Navedeno kot dejavnik za širjenje spletnega 
nasilja med vrstniki prepoznavajo tudi intervjuvani svetovalni delavci, ki k omenjenemu 
dodajajo problem slabe digitalne pismenosti. Slednja otrokom in mladostnikom onemogoča, 
da bi se lahko bolje izognili oz. soočili s številnimi nevarnostmi na spletu (Snock idr. 2011, 
str. 1). Intervjuvani šolski svetovalni delavci so mnenja, da je spletnemu nasilju bolj 
izpostavljena določena starostna skupina učencev  (zgodnje in srednje mladostništvo). Enako 
po velja za spol. Intervjuvani šolski delavci namreč navajajo, da je spletno nasilje bolj 
domena deklet, hkrati pa izpostavljajo in opozarjajo na problem nevednosti otrok v 
kombinaciji z (ne)zrelostjo na področju razumevanja pasti, ki jih prinašata tehnologija in 
splet. Zato menimo, da je z digitalnim opismenjevanjem v tehnološko hitro razvijajočem se 
svetu smiselno v osnovni šoli pričeti že od prvega razreda dalje. Možnost za to vidimo v 
vpeljavi samostojnega predmeta kritične medijske vzgoje in v vpeljavi vsebin medijske 
vzgoje v obstoječe predmete predmetnika osnovne šole. K. Erjavec (2010, str. 169) namreč 
ugotavlja, da slovenski osnovnošolci in osnovnošolke imajo razvite veščine in znanje za 
uporabo storitev medijev in spleta, a jim manjka širše znanje, ki jim bi omogočilo kritičen 
pogled na medije ter zapise v njih, pravilno interpretacijo informacij in ustrezen način 
komuniciranja preko medijev. Znotraj predmeta kritične medijske vzgoje bi si zato 
prizadevali za razvoj refleksivnega znanja, veščin, spretnosti in sposobnosti za inteligentno 
uporabo medijev in kritično analizo ter interpretacijo medijskih vsebin in oblik (Erjavec 2010, 
str. 170). Učence bi na ta način ustrezno opremili in pripravili na z mediji in spletom zasičen 
svet (prav tam, str. 157) ter zmanjšali tveganje za pojav primerov medvrstniškega spletnega 
nasilja. Medijska vzgoja in digitalno opismenjevanje v okviru le-te je torej ena izmed 
pomembnih preventivnih dejavnosti, ko govorimo o medvrstniškem spletnem nasilju.  
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Preventivno delovanje na področju medvrstniškega spletnega nasilja je po našem mnenju 
izrednega pomena, in sicer predvsem zaradi same dinamike pojava spletnega nasilja. Za 
medvrstniško spletno nasilje je namreč značilno, da sta vlogi žrtve in storilca spletnega nasilja 
prepleteni, žrtev spletnega nasilja je hkrati lahko tudi storilec in obratno. Poleg tega pa pojav 
spletnega nasilja v primerjavi s tradicionalnim nasiljem zajame bistveno širši krog 
opazovalcev (lahko celo celoten oddelek), s čimer se poveča tudi tveganje, da opazovalci 
postanejo (so)vršilci nasilja. Torej mora šolski svetovalni delavec v okviru obravnave 
medvrstniškega spletnega nasilja delati tako z žrtvijo, s storilcem kot tudi z opazovalci 
spletnega nasilja. Zato menimo, da je pomembno, da šolski svetovalni delavci poskrbijo za 
izvajanje preventivnih dejavnosti na ravni celotnega oddelka in pri tem sodelujejo tudi z 
zunanjimi strokovnjaki tega področja. Ugotavljamo, da na šolah, na katerih so zaposleni 
intervjuvani šolski svetovalni delavci, izvajajo preventivne dejavnosti na ravni celotnega 
oddelka, in sicer največkrat v obliki dni dejavnosti ali v času ur oddelčne skupnosti. 
Preventivno delo z oddelkom v času razrednih ur je smiselno, saj je to čas, ki je namenjen 
obravnavi vprašanj, povezanih z delom in življenjem učencev (Zakon o osnovni šoli 2016, 19. 
člen), kamor lahko uvrščamo tudi pojav medvrstniškega spletnega nasilja. Ure oddelčne 
skupnosti na ta način šolskemu svetovalnemu delavcu odpirajo prostor za seznanjanje 
učencev s pojavom spletnega nasilja in s tem tudi prostor za razvoj povečanja stopnje 
občutljivosti za nasilna dejanja preko spleta, izboljšanje učenčevih sposobnosti za odzivanje 
nanj in oblikovanje dobrih medčloveških odnosov (Popp 2003, str. 38; Programske smernice 
2005, str. 13). Običajno ure oddelčne skupnosti trajajo 30 minut, kar je po našem mnenju zelo 
kratek čas in zato predlagamo, da bi določene aktivnosti in preventivne dejavnosti, ki so del 
dela z oddelkom, vpeljali tudi v pouk drugih predmetov oziroma organizirali ure, namenjene 
prav temu. Torej se strinjamo s predlogom K. Erjavec (2010, str. 166‒167) o vpeljavi 
samostojnega predmeta medijske vzgoje, pri katerem bi poskrbeli za medijsko in digitalno 
opismenjevanje učencev ter jih seznanili s pojavom spletnega nasilja, s čimer bi delovali 
preventivno in v določeni meri zmanjšali tveganje za pojav spletnega nasilja med vrstniki. 
Učencem 7., 8. in 9. razreda je sicer na voljo predmet vzgoja za medije, vendar le-ta ni del 
obveznega programa, ampak le izbirni predmet, ki si ga učenci prostovoljno izberejo (Košir 
idr. 2006, str. 5).  
Pri delu z oddelkom je pomembno, da šolski svetovalni delavec sodeluje z razrednikom 
oddelka ter tudi z ostalimi strokovnimi delavci in vodstvom šole. Ugotavljamo, da 
intervjuvani šolski svetovalni delavci pri delu z oddelkom najpogosteje sodelujejo z 
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razrednikom oddelka, kar je bil tudi pričakovan rezultat,  manj pogosto pa v delo vključijo 
učitelje, ki poučujejo oddelek, in vodstvo. So pa intervjuvani šolski svetovalni delavci v 
obravnavi primera spletnega nasilja med osnovnošolci vedno deležni podpore vodstva bodisi 
tako, da vodstvo sodeluje pri razgovorih z vpletenimi učenci in njihovimi starši, bodisi da 
svetovalnim delavcem pomaga pri odločitvah o postopanju znotraj primera in tudi pri 
organizaciji preventivnih dejavnosti. Pri soočanju s pojavom spletnega nasilja, ki se razširjeno 
pojavlja v šolah, je takšna podpora s strani vodstva pomembna, saj se le z medsebojnim 
sodelovanjem lahko učencem zagotovi varno in spodbudno učno okolje (Beale in Hall 2007, 
str. 10).  
Ugotavljamo, da je, glede na odgovore intervjuvanih šolskih svetovalnih delavcev ravno 
medsebojno sodelovanje vseh akterjev šole eden od najpogostejših načinov spoprijemanja s 
problematiko medvrstniškega spletnega nasilja šole kot celote. Problem spletnega nasilja v 
šolah, na katerih so zaposleni intervjuvani šolski svetovalni delavci, jemljejo resno in ga 
običajno ne ločujejo od dogajanja in odnosov v šoli. Spletno nasilje se namreč pogosteje kot v 
šoli dogaja zunaj nje, a je kljub temu tesno povezano s šolo (Juvonen in Gross 2008 v Monks 
idr. 2016, str. 41), saj prinaša vidne posledice tudi na področju šolskega dela. Tega se 
zavedajo tudi intervjuvani šolski svetovalni delavci.  
Zanimivo pa se nam zdi, da nekateri intervjuvani svetovalni delavci na eni strani 
izpostavljajo, da je to problematika, s katero se mora ukvarjati šola, po drugi strani pa 
navajajo, da če se problem reši zunaj šole, naj tam tudi ostane. Šolski svetovalni delavci so 
torej nemalokrat postavljeni pred dilemo, kdaj je v njihovi pristojnosti, da posežejo v primer 
spletnega nasilja, saj ni nikjer natančno opredeljeno, kakšne so pristojnosti šolskega 
svetovalnega delavca v okviru spletnega nasilja in kako naj v primeru pojava spletnega nasilja 
med osnovnošolci postopa. Na to opozarjajo tudi šolski svetovalni delavci, vključeni v našo 
raziskavo. Slednji pomanjkanje jasno oblikovanih politik in strategij na področju 
medvrstniškega spletnega nasilja izpostavijo kot omejitev pri soočanju s spletnim nasiljem 
hkrati pa kot prostor, kjer se odpira možnost za zagotavljanje bolj uspešne in kakovostne 
obravnave spletnega nasilja. Tudi sami menimo, da bi bilo smiselno in potrebno čim prej 
vzpostaviti jasne politike, strategije, protokole in splošni sistem ukrepanja na področju 
medvrstniškega spletnega nasilja, saj bi to pomembno pripomoglo k bolj uspešnemu soočanju 
s problematiko medvrstniškega spletnega nasilja. Prostor za to vidimo v Navodilih s 
priročnikom za obravnavo medvrstniškega nasilja v vzgojno-izobraževalnih zavodih (2016), 
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ki zajema splošne smernice za postopanje v primeru katere koli oblike medvrstniškega nasilja, 
ter v Priporočilih za šole o spletnem trpinčenju (2014), ki pa niso uradno sprejeta.  
Ob jasni politiki so po našem mnenju pri soočanju s spletnim nasiljem med učenci za 
svetovalnega delavca in šolo kot celoto pomemben vir opore tudi jasni zapisi o spletnem 
nasilju znotraj šolskih dokumentov. Ugotavljamo, da šole, na katerih so zaposleni intervjuvani 
šolski svetovalni delavci, spletnega nasilja v šolskih dokumentih nimajo eksplicitno 
opredeljenega. Najpogosteje imajo šole znotraj Pravil šolskega reda zapisano prepoved 
uporabe mobilnih naprav v času pouka in pripadajoče posledice ob kršitvi tega pravila. 
Slednje je le en korak, kako urediti spletno nasilje znotraj šolskih dokumentov (Kowalski idr. 
2012, str. 214). Zato menimo, da bi bilo smiselno upoštevati predloge Kowalskega (prav tam) 
in strmeti k temu, da šola v svoj vzgojni načrt zapiše jasno in razumljivo opredelitev spletnega 
nasilja (najbolje enako tisti, ki je zapisana v uradnih listinah ali tisti, ki jo navajajo 
raziskovalci polja spletnega nasilja), jasno prepoved nasilja preko spleta, postopke 
(anonimne) prijave nasilja, spodbude za odzivanje na prijave, posledice za dejanja spletnega 
nasilja (z zapisom, da bodo prilagojene značilnostim vpletenih posameznikom in situaciji oz. 
dogajanju), podporo in možne napotitve vpletenih učencev in staršev na druge strokovne 
institucije ter izobraževanja in druge preventivne dejavnosti povezane s pojavom spletnega 
nasilja za zaposlene na vzgojno-izobraževalni instituciji (prav tam, str. 214–217). Jasni zapisi 
o spletnem nasilju znotraj vzgojnega načrta po našem mnenju niso pomembni samo za 
vodstvo, šolske svetovalne delavce in ostale strokovne delavce, zaposlene znotraj šole, 
temveč tudi za učence in starše. Slednji se na ta način zavedo, da so določena dejanja, 
izvedena preko različne tehnologije in spleta, pravzaprav spletno nasilje in imajo resne 
posledice za vse vpletene. Pomembno je, da so učenci in njihovi starši z zapisi v šolskih 
dokumentih seznanjeni, lahko pa pri oblikovanju le-teh tudi sodelujejo, saj običajno o 
obstoječi tehnologiji in dogajanju na spletu vedo bistveno več kot odrasli. Menimo, da se 
bodo učenci ob tem počutili vključene in se bodo zapisanih pravil tudi lažje držali, saj bodo v 
njih videli smisel. 
Nadalje ugotavljamo, da poleg jasnih politik in umestitvi problematike medvrstniškega 
spletnega nasilja v vzgojni načrt šole intervjuvani šolski svetovalni delavci kot pomembne 
dejavnike za kakovostno obravnavo in soočanje s pojavom medvrstniškega spletnega nasilja 
navajajo še: vzpostavitev zaupanja z žrtvijo in storilcem, medsebojno sodelovanje vseh 
akterjev, delo z žrtvijo in sodelovanje s starši. Sami se strinjamo z odgovorom ene izmed 
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intervjuvank, ki pravi, da je za kakovostno obravnavo pomembna povezanost različnih 
dejavnikov, kot so zaščita žrtve, pridobitev zaupanja žrtve in storilca, izvedba svetovanih 
razgovorov z vpletenimi, okrepitev in opolnomočenje žrtve, pripravljenost na sodelovanje s 
strani vseh akterjev, delo z oddelkom (opazovalci), obstoj jasnih pravil in protokolov, ki 
zajemajo problematiko spletnega nasilja in organizacija preventivnih dejavnosti. Na 
pomembnost teh dejavnikov nakazujejo tudi opisi izkušenj intervjuvancev. Le-ti namreč 
navajajo, da je bila zanje izkušnja z obravnavo spletnega nasilja pozitivna, ker jim je žrtev 
zaupala in jim povedala o dogajanju in ker je bilo pri obravnavi primerov prisotno 
medsebojno sodelovanje vseh akterjev. Oblikovala se je na medsebojnem sodelovanju in 
podpori temelječa podporna mreža. Opisi izkušenj intervjuvanih svetovalnih delavcev 
potrjujejo, da je pomemben dejavnik pri obravnavi spletnega nasilja tudi vzpostavitev jasnih 
pravil in zapisov ukrepanja v primeru pojava spletnega nasilja. Pomanjkanje jasnih 
protokolov in zapisov ravnanja oz. ukrepanja ob tovrstnih problemih je pri intervjuvanih 
šolskih svetovalnih delavcih povzročila negotovost pri obravnavi, zaradi česar je bila njihova 
izkušnja pri obravnavi primerov negativna.  
Ob vseh navedenih dejavnikih pa je po našem mnenju za kakovostno obravnavo in soočanje z 
medvrstniškim spletnim nasiljem v prvi vrsti pomembna predvsem ustrezna strokovna 
usposobljenost šolskih svetovalnih delavcev in drugih strokovnih delavcev, predvsem 
učiteljev, za delo z vsemi vpletenimi v primere. Ugotavljamo, da se večina intervjuvanih 
šolskih svetovalnih delavcev ne čuti dovolj usposobljene za soočanje s pojavom spletnega 
nasilja med osnovnošolci. Razloge za to najpogosteje vidijo v pomanjkljivi obravnavi 
tematike spletnega nasilja v okviru študija za poklic šolskega svetovalnega delavca ter v 
hitrem razvoju tehnologije in s tem povezanim hitrim širjenjem pojava spletnega nasilja v 
najrazličnejših oblikah. Šolskim svetovalnim delavcem, vključenim v našo raziskavo, pogosto 
primanjkuje znanje o tem, kako naj se primerno odzovejo na spletno nasilje med učenci, da 
bodo delovali čim bolj učinkovito, tj. zagotoviti kakovostno obravnavo za žrtev in storilca in 
zmanjšati število primerov spletnega nasilja med osnovnošolci. 
Šolski svetovalni delavci torej potrebujejo spretnosti za poseganje v spletno nasilje, spretnosti 
sodelovanja z učitelji, starši, vodstvom šole in zunanjimi strokovnjaki, vključenimi v 
reševanje primera spletnega nasilja med učenci. V kolikor izobraževanja in dodatna 
izpopolnjevanja za svetovalne delavce teh vsebin ne vključujejo, tvegamo, da šolski 
svetovalni delavci ne bodo pripravljeni na soočanje s problematiko medvrstniškega spletnega 
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nasilja, če in ko se bo ta pojavila med učenci (Jacobsen in Bauman 2007, str. 7). Zato 
predlagamo, da se obstoječe izobraževalne programe za šolske svetovalne delavce obogati z 
vsebinami medijskega opismenjevanja in z vsebinami o samem spletnem nasilju. Slednje je 
po našem mnenju smiselno vključiti tudi v programe nadaljnjega strokovnega izpopolnjevanja 
za delavce na področju vzgoje in izobraževanja. Največji poudarek v okviru izobraževanja 
predlagamo na področju odzivanja in dela z žrtvijo ter povzročiteljem spletnega nasilja pa tudi 
na področju sodelovanja s starši.  
Ugotavljamo, da intervjuvani šolski svetovalni delavci sicer imajo določena znanja o pojavu 
medvrstniškega spletnega nasilja, saj ga prepoznajo, ko se le-ta pojavi med učenci, se ob 
zaznavi nanj vedno odzovejo, najpogosteje na način, da najprej zaščitijo žrtev in izpeljejo 
obravnavo primera. Znotraj le-te vedno delajo z žrtvijo, storilci, opazovalci in starši vpletenih. 
Delo intervjuvanih šolskih svetovalnih delavcev z žrtvijo običajno temelji na več zaporednih 
svetovalnih pogovorih. O podobnem načinu dela poročajo tudi na ravni dela s storilci. Vendar 
ugotavljamo, da je delo s povzročiteljem v primerjavi z intenziteto dela z žrtvijo bistveno 
manj intenzivno. S povzročiteljem se običajno izpelje individualni svetovalni pogovor z 
namenom razjasnitve dogajanja, zagotavljanja prenehanja izvajanja spletnega nasilja in 
doseganja zavedanja o neustreznosti ravnanja ter posledic, ki jih le-to ravnanje prinaša. 
Storilec dobi priložnost, da sprejme odgovornost za svoje ravnanje in posledice le-tega ter 
priložnost, da škodo, ki jo je s svojim dejanjem povzročil žrtvi spletnega nasilja, poskuša 
popraviti. Menimo, da je pomembno, da pri delu s povzročiteljem spletnega nasilja ne 
ostanemo samo na ravni enega ali dveh svetovalnih pogovorov, kar se glede na odgovore 
intervjuvanih šolskih svetovalnih delavcev nemalokrat zgodi. Tako kot žrtev tudi povzročitelj 
spletnega nasilja potrebuje dolgoročno pomoč in podporo. To izpostavljamo, ker smo mnenja, 
da se pogosto več pozornosti namenja delu z žrtvijo, medtem ko se na to, da tudi učenci, ki so 
povzročitelji spletnega nasilja, potrebujejo pomoč in podporo, pozablja. Izhajamo predvsem iz 
spoznanja o prepletenosti vloge žrtve in storilca (Wolak idr. 2007; Beran in Li 2007 v Nixon 
2014). Storilec je hkrati lahko tudi žrtev in obratno, zato je znanje in usposobljenost šolskega 
svetovalnega delavca za delo z vsemi vpletenimi (žrtvijo, storilcem in opazovalci) izrednega 
pomena.  
Prav tako pa je v okviru obravnave primerov medvrstniškega spletnega nasilja pomembno, da 
ima šolski svetovalni delavec ustrezna znanja in je usposobljen za delo s starši žrtve in 
storilca. Ugotavljamo, da večina šolskih svetovalnih delavcev, vključenih v raziskavo, ves čas 
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obravnave primera sodeluje tako s starši žrtve kot tudi s starši storilca spletnega nasilja. 
Njihovo sodelovanje temelji na posvetovalnih razgovorih, v katerih si izmenjujejo informacije 
in iščejo rešitve, ki so najbolj ugodne za otroka oziroma mladostnika. Na osnovi navedb v 
raziskavo vključenih šolskih svetovalnih delavcev smo mnenja, da so pri vključevanju in delu 
s starši vpletenih učencev svetovalni delavci uspešni in da se zavedajo, kako pomembno je 
vzpostavljanje sodelovanja (ki temelji na partnerskem odnosu) za kakovostno obravnavo 
primera medvrstniškega spletnega nasilja in s tem tudi za soočanje s problematiko spletnega 
nasilja med osnovnošolci. Tudi sami intervjuvani šolski svetovalni delavci se za delo s starši v 
primerjavi z usposobljenostjo za delo z žrtvijo oziroma povzročiteljem spletnega nasilja čutijo 
bolj usposobljene. Slednje pojasnjujejo s tem, da za sodelovanje s starši potrebujejo znanja in 
veščine, ki niso vezane izključno na spletno nasilje. To so na primer znanja in spretnosti s 
področja uspešne komunikacije in vzpostavljanja sodelovalnega in partnerskega odnosa. S 
tem se strinjamo, vendar menimo, da tudi za uspešno sodelovanje s starši šolski svetovalni 
delavec potrebuje določena znanja in spretnosti, ki so vezana konkretno na spletno nasilje. Na 
primer znanje o oblikah, v katerih se pojavlja, o tem, kaj lahko stori šola in kaj starši, da se 
pojav omeji, kakšni so primerni odzivi na spletno nasilje, kje lahko pomoč poiščejo starši 
vpletenih učencev, kako je spletno nasilje opredeljeno znotraj kazenskega prava ipd. (Lešnik 
Mugnaioni idr. 2016, str. 25). Le tako lahko svetovalni delavec učinkovito sodeluje in skupaj 
s starši vpletenih učencev išče rešitve in strategije, ki  bodo v pomoč učencu, ki je žrtev 
oziroma povzročitelj spletnega nasilja (prav tam).  
Pri vključevanju vsebin, vezanih na spletno nasilje, v študijske programe in programe 
strokovnega izpopolnjevanja delavcev na področju vzgoje in izobraževanja moramo biti 
pozorni tudi na to, da je razvoj na področju spletnega nasilja izredno hiter. Menimo, da je zato 
pomembno, da se dogajanje na tem polju stalno spremlja in novosti vključuje v izobraževalne 
programe. Obogatitev študijskih programov in dodatnih strokovnih izobraževanj s temi 
temami je pomembna, saj so ravno šolski svetovalni delavci (glede na opis nalog, spretnosti in 
znanj, ki naj bi jih imeli) tisti, ki lahko pomembno pripomorejo k učinkovitem soočanju in 
tudi zmanjšanju pojava spletnega nasilja med osnovnošolci (Jacobsen in Bauman 2007, str. 7). 
Slednjega se očitno zavedajo tudi intervjuvani šolski svetovalni delavci, saj vsi izražajo željo 
po dodatnih strokovnih izobraževanjih na temo spletnega nasilja. Pridobljena znanja s 
področja spletnega nasilja pomembno pripomorejo tudi pri organizaciji preventivnih 
dejavnosti na to temo. V raziskavo vključeni šolski svetovalni delavci to navajajo kot eno 
izmed možnosti zagotavljanja bolj kakovostne obravnave medvrstniškega spletnega nasilja. 
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Znanje in spretnosti s področja spletnega nasilja šolskim svetovalnim delavcem omogočajo, 
da sami ali ob pomoči zunanjih strokovnjakov na šoli organizirajo preventivne dejavnosti za 
različne ciljne skupine. Intervjuvani svetovalni delavci poročajo, da običajno zgolj sodelujejo 
pri organizaciji preventivnih dejavnosti za učence in starše s strani zunanjih strokovnjakov, 
sami pa le-teh ne izvajajo. Na osnovi pridobljenih odgovorov o usposobljenosti šolskih 
svetovalnih delavcev predvidevamo, da intervjuvanci preventivnih dejavnosti ne izvajajo 
sami, ker se ne čutijo dovolj usposobljene oziroma imajo s področja spletnega nasilja premalo 
znanja, da bi sami izvajali preventivne dejavnosti na to temo. Šolska svetovalna služba bo z 
ustreznimi znanji lahko poskrbela za izvajanje preventivnih dejavnosti ne le za učence in 
starše, kot o tem poročajo intervjuvanci, ampak tudi za učitelje in ostale strokovne delavce 
šole. Slednji se glede na raziskave (Li 2007; Siu 2004, str. 44) pogosto ne čutijo dovolj 
usposobljene za prepoznavanje problema spletnega nasilja med učenci in soočanje z njim. Na 
tem mestu ima šolska svetovalna služba še posebej pomembno vlogo, saj je tista, ki lahko 
sama ali s povezovanjem z zunanjimi strokovnjaki in institucijami organizira in izpelje 
različne preventivne dejavnosti.  
Povezovanje in medsebojno sodelovanje z zunanjimi strokovnjaki pa ni pomembno zgolj v 
okviru organizacije in izpeljave preventivnih dejavnosti, ampak tudi v okviru obravnave 
samega primera medvrstniškega spletnega nasilja. Vendar pa ugotavljamo, da se intervjuvani 
šolski svetovalni delavci pri obravnavi primera le redko poslužujejo sodelovanja z njimi. 
Znotraj obravnave se šolski svetovalni delavec namreč lahko sreča s specifičnimi in 
zapletenimi vprašanji in problemi, ki jih sam težko razreši oz. za reševanje le-teh ni tako 
specializiran kot zunanji strokovnjaki (Resman 1999, str. 79), zato je partnersko sodelovanje z 
njimi še kako pomembno. Kot strokovnjaki na področju tehnologije, spleta, spletne varnosti in 
spletnega nasilja imajo zunanji strokovnjaki podrobne informacije o dogajanju na tem 
področju in so tako pomemben vir pomoči in podpore za vse vpletene v primer spletnega 






Namen magistrskega dela je bil proučiti vlogo šolskih svetovalnih delavcev pri obravnavi 
primerov spletnega nasilja med osnovnošolci. Osredotočili smo se na to, kakšno vlogo in 
kakšne naloge ima šolski svetovalni delavec pri delu z žrtvijo, storilcem oziroma storilci in 
opazovalci nasilja ter kakšna je v okviru tega njegova vloga pri sodelovanju s starši, vodstvom 
šole in zunanjimi institucijami.  
V prvem, teoretičnem delu naloge smo teoretsko osvetlili pojav medvrstniškega nasilja in 
spletnega nasilja kot ene izmed oblik medvrstniškega nasilja, ki ga je potrebno nasloviti 
celostno in sistematično. To pomeni, da je treba poskrbeti tako za obravnavo primerov 
spletnega nasilja kot tudi za preventivne dejavnosti  na tem področju; pri slednjih je 
pomembno predvsem področje medijskega in digitalnega opismenjevanja učencev. 
Ugotavljamo, da se je pojav spletnega nasilja pričel pojavljati z razvojem informacijske 
družbe in se v določeni meri razlikuje od »tradicionalnega« medvrstniškega nasilja, kar terja 
tudi nekoliko drugačno interpretacijo. Spletno nasilje se pojavlja v najrazličnejših oblikah 
(nadlegovanje, očrnitev, poosebljanje itd.), s katerimi je potrebno seznaniti tako učence kot 
tudi učitelje in starše, da ga bodo vsi znali prepoznati in se nanj ustrezno odzvati. Pri spletnem 
nasilju je pomembno, da vemo, kakšne posledice prinaša in kako jih je možno prepoznati pri 
vpletenih posameznikih. Slednje pomaga staršem in strokovnim delavcem šole, da zaznajo 
težave otrok oz. mladostnikov, tudi če jim jih ta ne zaupa, hkrati pa se nanje pravočasno 
odzovejo. Pri odzivanju je najpomembnejše, da se žrtev takoj zaščiti in poskrbi, da se dejanje 
spletnega nasilja (širjenje slik, videoposnetkov, objav ipd.) čim prej preneha. Pri nadaljnjem 
delu pa je ključno, da se žrtvi nudi čustveno oporo, da se ta razbremeni občutka krivde in da 
se kontinuirano dela z vsemi vpletenimi (z žrtvijo, s storilcem/storilci in opazovalci spletnega 
nasilja in starši vpletenih). Pri tem imajo pomembno vlogo predvsem šolski svetovalni 
delavci, ki si ob sodelovanju z učitelji, vodstvom šole in zunanjimi institucijami oz. 
strokovnjaki prizadevajo za učinkovito in kakovostno obravnavo problematike 
medvrstniškega spletnega nasilja. Na podlagi teoretskih izhodišč ugotavljamo, da vloga 
šolskih svetovalnih delavcev pri obravnavi spletnega nasilja med vrstniki ni najbolj jasno 
opredeljena. Prav tako ni jasna opredelitev pojava spletnega nasilja v zakonodaji. Samo 
spletno nasilje kot tako namreč ni opredeljeno kot samostojno kaznivo dejanje, temveč so 
posamezna kazniva dejanja, izvedena preko spleta in informacijske tehnologije, določena 
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znotraj Kazenskega zakonika (2015). Pod kazniva dejanja se uvrščajo: grožnja, mučenje, 
neupravičeno prisluškovanje in zvočno snemanje, neupravičeno slikovno snemanje, kršitev 
tajnosti občil, nedovoljena objava zasebnih pisanj, zloraba osebnih podatkov, kazniva dejanja 
zoper čast in dobro ime, spolno nasilje, pridobivanje oseb, mlajših od 15 let za spolne 
namene, prikazovanje, izdelava, posest in posredovanje pornografskega gradiva, izdaja tajnih 
podatkov, javno spodbujanje sovraštva, nasilja ali nestrpnosti (Kazenski zakonik 2015, 135.‒
176. člen). 
V drugem, empiričnem delu naloge smo izhajali iz predpostavke, da ima šolski svetovalni 
delavec pri obravnavi medvrstniškega spletnega nasilja pomembno vlogo. Je namreč 
strokovni delavec z znanjem in spretnostmi za vodenje svetovalnega pogovora in za delo z 
različnimi posamezniki in skupinami. Poleg tega pa ima tudi znanja z različnih strokovnih 
področij, tudi s področja obravnave problematike nasilja. Delo z otroki in mladostniki, ki so 
izpostavljeni različnim dejavnikom tveganja in negativnim izkušnjam, kamor spadajo tudi 
različne oblike nasilja (med njimi tudi spletno nasilje), je eno izmed strokovnih področij, s 
katerimi se ukvarja šolska svetovalna služba (Gregorčič Mrvar in Resman 2019, str. 14, 21). 
Glavni cilj raziskave je bil z zornega kota šolskih svetovalnih delavcev pridobiti vpogled v 
potek obravnave primerov medvrstniškega spletnega nasilja med osnovnošolci in na osnovi 
tega opredeliti vlogo šolskih svetovalnih delavcev pri obravnavi. 
V kvalitativni raziskavi smo se osredotočili na raziskovanje petih vsebinskih sklopov. Na 
osnovi odgovorov, ki smo jih v okviru intervjuja pridobili od šolskih svetovalnih delavcev, 
tako ugotavljamo, da se na področju opredeljevanja vloge šolskih svetovalnih delavcev pri 
obravnavi medvrstniškega spletnega nasilja srečujemo še z določenimi nejasnostmi.  
V prvem sklopu glede na odgovore intervjuvanih šolskih svetovalnih delavcev ugotavljamo, 
da sicer poznajo pojem spletnega nasilja in oblike, v katerih se le-ta pojavlja. Spletno nasilje 
intervjuvani šolski svetovalni delavci namreč opredelijo kot obliko nasilja, ki poteka preko 
spleta, in sicer preko družbenih omrežij. Kot najbolj razširjene oblike le-tega pa navajajo 
žaljenje na spletu, izključevanje iz spletne skupnosti, širjenje zaupnih informacij, sporne 
video in foto vsebine, spletno nadlegovanje in razširjanje lažnih govoric. Vendar intervjuvani 
šolski svetovalni delavci spletnega nasilja ne pojmujejo kot nasilja preko ostalih poti 
komuniciranja s pomočjo uporabe elektronskih naprav in orodij, tj. preko mobilnih telefonov, 
elektronskih sporočil, besednih in multimedijskih sporočil ipd. (Wong-Lo in Bullock 2011; 
Beale in Hall 2007 v Notar idr. 2013, str. 2). Zato smo mnenja, da bi si bilo v prihodnje 
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smiselno prizadevati za čim bolj enotno in jasno opredelitev pojma spletnega nasilja (kaj vse 
je spletno nasilje) znotraj uradnih listin in šolskih dokumentov, v katerih bi bilo jasno 
zapisano, da pod spletno nasilje uvrščamo tudi nasilna dejanja, izvedena s pomočjo 
elektronskih naprav in orodij, ki niso nujno vezana na splet. Ugotavljamo namreč, da nejasna 
opredelitev pojma spletenega nasilja v uradnih listinah in šolskih dokumentih ter pomanjkanje 
jasno oblikovanih politik in strategij na področju medvrstniškega spletnega nasilja 
intervjuvane šolske svetovalne delavce pogosto postavljajo pred dilemo, kakšna je pravzaprav 
njihova vloga –  kdaj je v njihovi pristojnosti, da posežejo v primer medvrstniškega spletnega 
nasilja in kako naj postopajo, da bodo zagotovili čim bolj kakovostno obravnavo. Menimo, da 
bi bilo zato smiselno in potrebno čim prej vzpostaviti jasne politike, strategije, protokole in 
splošni sistem ukrepanja na področju medvrstniškega spletnega nasilja. Prav tako pa 
priporočamo tudi jasne zapise o spletnem nasilju znotraj šolskih dokumentov. Ugotavljamo 
namreč, da šole, na katerih so zaposleni intervjuvani šolski svetovalni delavci, spletnega 
nasilja v šolskih dokumentih nimajo eksplicitno opredeljenega. Zato menimo, da bi bilo v 
prihodnje smiselno stremeti k temu, da vsaka šola v svojem vzgojnem načrtu opredeli tudi 
problematiko spletnega nasilja. 
V drugem sklopu vprašanj smo raziskovali potek obravnave spletnega nasilja med 
osnovnošolci. Šolski svetovalni delavci poročajo, da se na pojav spletnega nasilja med 
osnovnošolci vedno odzovejo, njihov prvi odziv je zaščita žrtve. Nato sledijo še ostali koraki: 
pomiritev, razbremenitev žrtve, obveščanje vseh pristojnih, torej ravnatelja in razrednika 
učenca, ki jih pri odzivanju na spletno nasilje priporoča tudi D. Lešnik Mugnaioni s sodelavci 
(2016, str. 22). Nato pa izpeljejo tudi nadaljnjo obravnavo medvrstniškega spletnega nasilja. 
Njihovo delo je temeljilo predvsem na zaporednih svetovalnih pogovorih z žrtvijo in storilci, 
ko so poskušali nuditi pomoč posamezniku in le-tega opolnomočiti, na ravni dela z opazovalci 
pa so v večini izvajali preventivne dejavnosti v oddelku. Tekom obravnave so intervjuvani 
šolski svetovalni delavci vedno sodelovali tudi s starši žrtve in storilca, katere so poskušali 
opolnomočiti s strategijami za delo doma. Intervjuvani šolski svetovalni delavci so v 
obravnavi sodelovali tudi z vodstvom šole, in sicer tako na ravni posvetovanja o postopanju 
kot tudi pri neposrednem delu z žrtvijo, storilci, opazovalci in starši vpletenih. Glede na 
odgovore intervjuvancev o sodelovanju z zunanjimi institucijami in strokovnjaki pa 
ugotavljamo, da se le-ti pri obravnavi primerov večinoma niso povezovali in niso sodelovali z 
zunanjimi institucijami ali strokovnjaki. Zato predlagamo, da se v prihodnje več pozornosti 
nameni poudarjanju pomena in spodbujanju povezovanja šolske svetovalne službe z 
244 
 
zunanjimi strokovnjaki in institucijami tega področja. Menimo, da bi šolski svetovalni delavci 
in zunanje ustanove medsebojno lahko več sodelovale kot partnerji, ki skupaj rešujejo 
probleme. Sodelovanje in povezovanje z ustreznimi strokovnjaki zunanjih institucij šolski 
svetovalni službi omogoča dopolnjevanje svetovalne dejavnosti na področju pomoči in na 
področju organizacije preventivnih dejavnosti (Programske smernice 2008, str. 13). Slednje 
prinaša korist tako otroku oz. mladostniku, učiteljem, staršem, vodstvu šole kot tudi ostalim 
udeležencem v šoli in ne nazadnje tudi strokovnjakom iz zunanjih institucij, saj v okviru 
sodelovanja lahko pridobijo za njih pomembne informacije (Bryan in Henry 2008 v Gregorčič 
Mrvar idr. 2016, str. 24).  
V tretjem sklopu vprašanj smo se osredotočili na usposobljenost šolskih svetovalnih delavcev 
na področju pojava spletnega nasilja med osnovnošolci. Ugotavljamo, da se intervjuvani 
šolski svetovalni delavci ne čutijo dovolj usposobljene za delo z žrtvijo, storilci in opazovalci 
(kar vključuje delo z oddelki) oziroma se čutijo delno usposobljene za delo s starši vpletenih, 
saj za delo s slednjimi po svojem mnenju potrebujejo splošne spretnosti in znanja o 
sodelovanju s starši, ki niso vezana zgolj na spletno nasilje. Intervjuvani šolski svetovalni 
delavci pričakovano navajajo, da je pomanjkljivo znanje šolskih svetovalnih delavcev o 
pojavu spletnega nasilja ena izmed najpogostejših omejitev. Poleg le-te pa navajajo še 
nepripravljenost staršev za sodelovanje s šolo oz. šolsko svetovalno službo, nejasno šolsko 
politiko na področju spletnega nasilja, problematično naravo spleta in občutek nemoči pri 
omejevanju pojava spletnega nasilja med osnovnošolci. Intervjuvani šolski svetovalni delavci 
zato predlagajo organizacijo dodatnih strokovnih izobraževanj za vse strokovne delavce šole 
in organizacijo dodatnih preventivnih dejavnosti ter vzpostavitev jasnih protokolov in 
splošnega sistema ukrepanja na ravni medvrstniškega spletnega nasilja.  
V zadnjem, petem sklopu vprašanj, smo pridobili vpogled v konkretne izkušnje intervjuvanih 
šolskih svetovalnih delavcev pri obravnavi medvrstniškega spletnega nasilja. Glede na opise 
izkušenj ugotavljamo, da so bile le-te za intervjuvance večinoma pozitivne predvsem z dveh 
vidikov: prvič, ker so bili tekom obravnave deležni sodelovanja skoraj vseh akterjev (starši v 
nekaterih primerih niso pripravljeni sodelovati) in so skozi obravnavo opolnomočili vpletene 
posameznike, in drugič, ker jim je primer uspelo razrešiti. Poleg pozitivnih izkušenj so 
nekateri intervjuvanci opisali tudi negativne izkušnje. Slednje so se z vidika intervjuvanih 
šolskih svetovalnih delavcev izkazale za negativne, saj jim skozi obravnavo k medsebojnemu 
sodelovanju ni uspelo pridobiti staršev oziroma niso vedeli, kako naj v primeru obravnave 
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konkretneje postopajo in posledično primera medvrstniškega spletnega nasilja niso uspeli 
razrešiti.   
Izsledki raziskave torej nakazujejo na to, da je določena področja (kot so opredelitev pojma in 
oblik spletnega nasilja, dodatno izobraževanje in usposabljanje o medvrstniškem spletnem 
nasilju, umestitev spletnega nasilja v šolske dokumente, jasni protokoli in sistemi ukrepanja 
na tem področju, jasna opredelitev vloge in pristojnosti posameznikov, ki se ukvarjajo s 
področjem medvrstniškega spletnega nasilja, povezovanje šolske svetovalne službe z 
zunanjimi strokovnjaki in institucijami tega področja ter  umeščanje pedagoškega in pravnega 
znanja in spretnosti s področja medvrstniškega spletnega nasilja v študijske programe z vidika 
razumevanja vloge šolskih svetovalnih delavcev v obravnavah primerov spletnega nasilja med 
osnovnošolci in z vidika zagotavljanja kakovostnih obravnav) treba še raziskati in urediti tako 
na sistemski kot institucionalni ravni. 
V nadaljnje bi bilo smiselno raziskati tudi, kako lahko pripomoremo k čim višji medijski in 
digitalni pismenosti otrok in mladostnikov ter ne nazadnje tudi odraslih. Slednje bi namreč 
močno pripomoglo k bolj celostnemu naslavljanju problematike pojava spletnega nasilja med 
osnovnošolci. Kot eno od možnosti smo v nalogi navedli vpeljavo medijske vzgoje kot 
samostojnega predmeta v obveznem delu predmetnika osnovnošolskega izobraževanja. 
Vendarle pa je na tem področju potrebno še nadaljnje raziskovanje, kako se tega pravzaprav 
lotiti in idejo oz. predlog udejanjiti. Prav tako menimo, da bi bilo smiselno v nadaljevanju 
raziskati tudi, kako dobro pojav spletnega nasilja in konkretno medvrstniškega spletnega 
nasilja poznajo starši. Le-ti so pomembne osebe tako z vidika zagotavljanja preventivne 
dejavnosti kot tudi z vidika zagotavljanja kakovostne obravnave medvrstniškega spletnega 
nasilja. Starši so namreč tisti, ki so v nenehnem stiku z otroki oz. mladostniki in jih, v 
primeru, da sami dobro poznajo informacijsko-komunikacijske tehnologije (IKT) in splet, 
seznanijo z nevarnostmi, ki jih le-ta prinašata. S tem lahko vsaj delno zmanjšajo možnost, da 
bi otroci in mladostniki postali žrtve oz. storilci spletnega nasilja. Prav tako pa jim znanje na 
področju IKT in spleta omogoča, da v primeru, da je njihov otrok oz. mladostnik žrtev/storilec 
spletnega nasilja, to prepoznajo in se ustrezno odzovejo ter sodelujejo tako s šolo kot 
zunanjimi strokovnjaki tega področja.  
Na koncu naloge želimo opozoriti še na določene pomanjkljivosti izvedene kvalitativne 
raziskave. Zaradi narave kvalitativnega raziskovanja je interpretacija oziroma analiza 
pridobljenih podatkov do določene mere subjektivna; za večjo objektivnost in veljavnost bi 
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morali v raziskavo vključiti večje število raziskovalcev, s čimer bi zmanjšali vpliv enega 
raziskovalca na rezultat analize. Ob analizi podatkov so se nam na nekaterih mestih 
postavljala dodatna vprašanja, ki bi jih bilo smiselno postaviti že pri izvedbi intervjujev s 
šolskimi svetovalnimi delavci; odgovori nanje bi nam zagotovo omogočili še bolj poglobljen 
vpogled v obravnavano problematiko. Boljši vpogled v osrednjo temo raziskovanja pa bi 
dobili tudi s tem, da bi v raziskavo vključili še več šolskih svetovalnih delavcev in preučili 
poglede ostalih strokovnih delavcev različnih osnovnih šol, učencev in tudi njihovih staršev. 
Kljub nekaterim pomanjkljivostim izvedene raziskave pa izsledki pokažejo možne prakse na 
področju obravnave medvrstniškega spletnega nasilja in hkrati služijo kot spodbuda za 
dodatno strokovno izobraževanje na tem področju in kot spodbuda k stalnem spremljanju in 
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Priloga A: Protokol polstrukturiranega intervjuja s šolskim svetovalnim 
delavcem 
 
POLSTRUKTURIRAN INTERVJU S ŠOLSKIM SVETOVALNIM DELAVCEM 
Datum: __________________ 
Strokovni profil svetovalnega delavca: __________________________ 
Leta delovne dobe: ________________________________ 
Velikost in lokacija šole (mestna, primestna, vaška šola): ____________________ 
 
1. sklop: Splošno o spletnem nasilju med mladimi 
1. Kako razumete pojem spletnega nasilja? Kje vidite razloge za spletno nasilje? Je 
po vašem mnenju spletno nasilje vprašanje šole ali »zunaj šole«? 
2. V kakšnih oblikah se spletno nasilje po vašem mnenju pojavlja? 
3. Katero med oblikami, ki ste jih navedli, bi izpostavili kot prevladujočo oz. tisto, ki 
je med osnovnošolci po vašem mnenju najpogosteje prisotna? 
4. Menite, da je katera od starostnih skupin učencev pojavu medvrstniškega spletnega 
nasilja bolj izpostavljena?  
5. Ali menite, da na izpostavljenost medvrstniškemu spletnemu nasilju vpliva tudi 
spol? (Podvprašanje, če odgovori z da: So po vašem mnenju spletnemu nasilju bolj 
izpostavljeni dečki ali deklice?) 
6.  Ali na šoli, na kateri ste zaposleni, izvajate preventivne dejavnosti na temo 
spletnega nasilja? 
 
2. sklop: Obravnava spletnega nasilja med osnovnošolci 
1. Hidnuja in Patchin (2015 v Strabić in Tokić Milaković 2016, str. 186) zapišeta, da 
je spletno nasilje med vrstniki pojav, ki je zaradi odsotnosti neposrednega 
fizičnega stika včasih manj očiten in ga na ta način težje prepoznamo. Kako ste 
odkrili, da je pojav spletnega nasilja prisoten med učenci? 
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2. Kakšen je po vašem mnenju najpogostejši odziv učenca, ki je ustrahovan preko 
spleta? 
3. Katere znake bi navedli kot tiste ključne, po katerih najlažje prepoznamo, da je 
učenec žrtev spletnega nasilja? 
4. Kako ste se odzvali, ko ste zaznali pojav spletnega nasilja med učenci? Kaj ste 
storili najprej? 
5. Kako problem medvrstniškega spletnega nasilja rešuje šola kot celota?  
6. Ali imate problem spletnega nasilja obravnavan v šolskih dokumentih? V katerih 
(Vzgojni načrt, Pravila šolskega reda …) in na kakšen način? Koliko vam je to v 
pomoč pri obravnavi primerov spletnega nasilja?  
7. Na kakšen način je potekalo delo z žrtvijo v okviru primera spletnega nasilja? Ste 
poleg svetovalnega razgovora izvedli tudi druge dejavnosti? 
8. Na kakšen način je v obravnavi potekalo delo s storilcem/storilci spletnega nasilja?  
9. Ste v okviru obravnave primera spletnega nasilja sodelovali s starši? Na kakšen 
način je potekalo delo s starši žrtve in na kakšen način delo s starši storilca? 
10. Na kakšen način je potekalo delo v oddelku (z vrstnik žrtve in storilca spletnega 
nasilja)? Kako ste pri tem sodelovali z učitelji in vodstvom šole?  
11. Ste bili v obravnavi primera spletnega nasilja deležni podpore s strani vodstva? 
(Podvprašanje: Če da, na kakšen način?)  
12. Ste v obravnavo vključili tudi strokovnjake zunanjih institucij (policija, CSD in 
drugi strokovnjaki na področju spletnega nasilja)?  (Podvprašanje: Če da, katere?) 
13. Ali poznate še katero od institucij, ki je vam, žrtvi, storilcu in njenim staršem 
lahko v pomoč in podporo pri reševanju problema spletnega nasilja? 
14. Kateri dejavnik (zaščita žrtve, svetovalni razgovor z žrtvijo, nudenje opore, 
razbremenitev občutka krivde pri žrtvi, pogovor s storilci, sodelovanje s starši, 
učitelji ipd.) bi izpostavili kot ključni za kakovostno obravnavo pojava spletnega 
nasilja med osnovnošolci? 
 
3. sklop: Usposobljenost šolskih svetovalnih delavcev na področju pojava spletnega 
nasilja 
1. Ali menite, da ste dovolj dobro usposobljeni za soočanje s pojavom spletnega 
nasilja? Menite, da imate ustrezna znanja in veščine za obravnavo in pomoč otroku 
oz. mladostniku, ki je žrtev spletnega nasilja? 
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2. Kaj pa znanja in veščine za pomoč staršem otrok oz. mladostnikov, ki so žrtve oz. 
storilci spletnega nasilja? 
3. Določena dejanja spletnega nasilja so tudi kaziva dejanja. Kdaj je neko dejanje, 
izvedeno preko spleta, po vašem mnenju kaznivo? 
4. Kako ste oz. bi postopali v primeru, da je storilec spletnega nasilja mlajši od 14 let 
in kako v primeru, da je le-ta starejši od 14 let? 
5. Kakšne so po vašem mnenju dolžnosti in odgovornosti šole kot celote in tudi 
šolskega svetovalnega delavca znotraj kazenskega postopka obravnave? 
 
4. sklop: Ovire in izzivi na področju spletnega nasilja 
1. Ste se v okviru obravnave primera spletnega nasilja srečali tudi s kakšnimi 
težavami oz. omejitvami? (Podvprašanje, če ogovori z da: S katerimi?) 
2. Kje vidite možnosti za izboljšanje soočenja in bolj kakovostne obravnave 
problematike spletnega nasilja (npr. dodatna strokovna izobraževanja na temo 
spletnega nasilja, več preventivnih dejavnosti)? 
 
5. sklop: Pozitivne oz. negativne izkušnje pri obravnavi primera spletnega nasilja 
1. Kakšna je vaša izkušnja z obravnavo spletnega nasilja (pozitivna, negativa)? Nam 
lahko opišete primer vaše izkušnje? 
 
 
