











































ているのが，隠匿情報検査（concealed information test : CIT）である。CITは，裁決質問と呼ばれる犯罪事実を示す質
問 1つと，非裁決質問と呼ばれる犯罪事実ではないものの，裁決質問と同じカテゴリに含まれる複数の質問を組み
合わせて作成され，各質問の呈示順序を変えながら複数回行われる（財津，2014）。また，検査時点で検査者が事件












conductance response: SCR）， 心拍数， 規準化脈波容積 （normalized pulse volume: NPV），呼吸運動といった複数の
測度を同時に測定している（松田，2016）。また，犯人特有の反応パターンとして， SCRの振幅増大，呼吸振幅の
抑制，呼吸速度の減少，呼吸の停止，心拍の減少，NPVの減少などが挙げられる。 































上各部位に皿電極を電極糊で固定し，基準電極は両耳朶として導出し，時定数3 s ，高域遮断フィルタ100 Hz で増
幅した。そして，サンプリング周波数 500 Hz でA/D 変換したデータをハードディスクに保存した。上下方向の眼
球電図（electrooculogram : EOG）は左眼窩上下縁部から導出し，脳波に影響するアーチファクトを監視した。ERP 
は，刺激呈示前200 ms から刺激呈示後800 ms の1000 ms 間を加算平均の対象区間とした。刺激呈示前200 ms の
区間を基線として，基線から ± 100 μV を超える電位を含む試行は自動的に分析から除外した。 
刺激 顔写真は1 m 離れたノートパソコンのディスプレイ上に刺激構成比1：3（probe : irrelevant）で呈示した。
なお，probe項目は模擬テロ攻撃シナリオ課題中に呈示された顔写真，irrelevantは脳波測定中に初めて呈示した顔写
真とした。刺激呈示時間は900 ms ，刺激間間隔は2000 ms ± 20 % とした。顔写真は「顔表情データーベース2017」



















  逃走が成功した場合，こちらから連絡を取るまで他県で待機せよ 






















他の3名の顔写真を irrelevantとした。総加算平均波形をみると，probeにおいて500 – 600 ms 付近で最大の陽性波
が見られている。 
 
Figure 2. 全参加者における総加算平均波形 （Pz） 
 
次に，probeと irrelevantに対するP300振幅の最大値の平均を示す（Figure 3）。t検定の結果，irrelevant に比較し

























 Figure 3. 項目別のP300最大振幅（エラーバーは標準誤差） 
 
次に，probeと irrelevantに対するP300潜時の平均を示す（Figure 4）。t検定の結果，probeと irrelevantの間に有意
差は認められなかった（ t（19）=  1.586，p ＝.129，d  = . 382）。 
 
 





















































Table 1. 各顔写真に対するP300振幅（単位は μV） 






3 名の顔写真の女性を irrelevant と分けて加算平均波形を求めた。その結果，probe に対する P300 の最大振幅が，
irrelevant に比較して有意に大きいことが示された。probe（1名分の平均波形）と irrelevant（3名分の平均波形）に
対する個人別のP300最大振幅は，probeが irrelevantよりも85％で大きくなっていた。これらの結果は，末梢神経系










刺激に対して，CIT の probe に対する P300 振幅がより増大することを見出している。また，Ben-Shakhar & Elaad
No.1 No.2 No.3 No.4
1 6.053 1.634 5.378 1.897 〇
2 5.382 10.336 5.107 5.740 〇
3 2.485 5.099 2.397 0.309 ×
4 -0.996 -0.542 -1.828 1.763 〇
5 8.450 3.588 6.042 8.176 〇
6 -2.519 4.374 1.637 2.664 〇
7 5.038 5.466 1.790 3.397 ×
8 6.412 1.947 1.546 8.634 〇
9 9.649 6.050 6.233 4.218 〇
10 1.389 2.775 1.546 1.160 〇
11 2.061 1.683 5.515 0.981 〇
12 5.088 3.927 4.271 4.313 ×
13 5.286 2.798 4.584 5.969 ×
14 13.630 8.729 11.718 13.721 ×
15 4.397 2.519 1.519 5.634 ×
16 1.000 1.821 -0.164 4.401 〇
17 6.794 5.057 10.542 1.584 ×
18 0.508 4.588 8.588 4.786 ×
19 10.714 2.744 14.760 8.737 〇
20 3.969 7.515 1.863 5.088 ×
M 4.740 4.105 4.652 4.659 11名 55％
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Detection of Terrorist Perpetrators Using the Searching–Concealed Information Test with Facial Photographs: 
An Event-related Potential Study 
 
Shinji HIRA and Mai OKAZAKI 
 
The purpose of this study was to examine the effectiveness of the searching-CIT (SCIT) in a mock terror attack scenario task using a P300 component of 
the event-related potential as an index. To achieve this, we devised a test for noncooperative terrorists and adopted a passive paradigm of simply presenting 
photographs of faces, including those of mock terrorist perpetrators, on a monitor. As a result, P300 peak amplitudes were found to be significantly larger in 
the photographs assigned to the terrorist perpetrators (probe) than in the photographs unrelated to the terrorist (p <.001). This result suggests that the P300-
based SCIT can extract information about terrorists from a group of terror suspects.  
【KEY WORDS: international terrorism, facial photographs, searching-concealed information test, event-related potential, passive paradigm】 
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