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โจรกรรมเอกลักษณ์บุคคลพร้อมน าเสนอข้อสรุปและข้อเสนอแนะตามล าดับ 
 





Identity theft involves stealing personal identification information belonging to  
another, with the intent and for the purpose of fraudulently using that information to gain 
money, goods, services, or other economic or private benefit realized by the identity thief 
and any co-conspirators. Identity theft is one of the most prevalent crimes in recent years, 
not only in developed countries like the United States, but throughout the world. It is an 
offense that not only has a huge impact on the victim, but also affects national security, 
and the economy, social and international relations. Identity theft causes victims to suffer 
physical, financial, emotional, and reputational harm. It is difficult to prosecute the perpe-
trators and accomplices involved in this crime because it hard to determine the identity of 
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established the current location of the data may remain unknown because the theft may 
take place in a foreign country. Alternatively, victim may pursue a claim for compensation 
from the company or organization that collected the identifying data because that organi-
zation failed to comply with reasonable commercial standards to maintain the security of 
the data. The most common form of identity theft is committed by employees of busi-
nesses or organizations that possess such data. The victim should prosecute both the or-
ganization and employees because organizations in possession of identifying data are re-
sponsible for the actions of their employees under the doctrines of agency and respondent 
superior. This article will study the meaning and methods of identity theft and the liability 
of the perpetrators, co-conspirators and data collectors. This article also compares the laws 
and judgments of Thailand and the United States, and presents conclusions and sugges-
tions. 
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กฎหมายอาญาพระราชบัญญัติว่าด้วยการกระท าความผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ. 2550 (แก้ไข 2560) 
พระราชบัญญัติบัตรประจ าตัวประชาชน พ.ศ. 2526 (แก้ไข 2554) และพระราชบัญญัติคุ้มครองข้อมูลส่วน
บุคคล พ.ศ. 2562 ในส่วนของกฎหมายต่างประเทศที่จะน ามาใช้ในการวิเคราะห์ได้แก่กฎหมาย
                                                 
2 Cullen, “How to Protect Yourself from the Most Pervasive Crime in America” The Wall Street 
Journal Complete Identity Theft Guidebook 59 (2007): 26. 
3 Chris Jay Hoofnagle, “Identity Theft: Making the Known Unknowns Known” Harvard Journal of 
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สหรัฐอเมริกาที่ประกอบด้วยกฎหมายคอมม่อนลอว์ (Common Law) และกฎหมายลายลักษณ์อักษร 




 1. ความหมายและอุปสรรคในการด าเนินคด ี








จะต้องเป็นคู่ความในคดีในกรณีที่หาตัวผู้กระท าผิดไม่พบจะด าเนินคดีความฟ้องร้องได้อย่างไร 







  นอกจากนี้ในเขตอ านาจศาลที่ผู้โจรกรรมเอกลักษณ์บุคคลถูกด าเนินคดีแล้วเหยื่อคนอ่ืนๆอาจ
ถูกขัดขวางจากการด าเนินคดีความต่อผู้โจรกรรมเอกลักษณ์บุคคลตามหลักการที่ว่า“บุคคลไม่อาจถูกลงโทษ
หลายครั้งส าหรับการกระท าความผิดครั้งเดียวได้”ศาลปกครองสูงสุดท่านได้วินิจฉัยวางหลักว่า... การ
ลงโทษบุคคลไม่ว่าโทษนั้นจะเป็นโทษทางอาญาทางปกครองหรือทางวินัยถือได้ว่าเป็นการจ ากัดสิทธิหรือ
เสรีภาพในชีวิตร่างกายหรือทรัพย์สินของบุคคลผู้ถูกลงโทษการลงโทษบุคคลมากกว่าหนึ่งครั้งส าหรับการ
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กฎหมายฉบับที่ให้อ านาจจ ากัดสิทธิหรือเสรีภาพนั้นๆ มุ่งหมายจะให้ความคุ้มครองอันเป็นการขัดกับหลัก
กฎหมายทั่วไป4 
  ในสหรัฐอเมริกาผู้เสียหายอาจสามารถด าเนินการฟ้องร้องต่อผู้โจรกรรมเอกลักษณ์และผู้ร่วม
กระท าผิดในศาลรัฐบาลกลางหรือศาลมลรัฐได้การกระท าผิดกฎหมายดังกล่าวอาจถูกด าเนิ นการฟ้องร้อง
โดยหน่วยงานอัยการของรัฐบาลกลางหรืออัยการของรัฐก็ได้และในคดีประเภทนี้หน้าที่หลักของทนายความ
ในคดีโจรกรรมข้อมูลส่วนบุคคลก็คือ 
  1)  ช่วยท าให้ชื่อเสียงทรัพย์สินเงินทองที่สูญเสียไปของลูกความกลับคืนมาดังเดิมและ
ป้องกันไม่ให้มีการโจรกรรมเอกลักษณ์บุคคลของลูกความอีก 
  2)  ช่วยลูกความฟ้องร้องคดีเพ่ือเอาผิดกับผู้โจรกรรมเอกลักษณ์บุคคลและรวมถึงผู้สมรู้ร่วม
คิดผู้สนับสนุน 
  3)  ช่วยลูกความฟ้องร้องคดีกับผู้เก็บรักษาข้อมูลเอกลักษณ์บุคคลเนื่องจากไม่ได้กระท าตาม
มาตรฐานในการดูแลรักษาข้อมูลเอกลักษณ์บุคคลนอกเหนือจากการให้ค าปรึกษาด้านกฎหมายแล้ว
ทนายความของผู้เสียหายสมควรที่จะให้การสนับสนุนทางด้านจิตใจอารมณ์และความรู้สึกของเหยื่อร่วมด้วย5 
 2. วิธีการโจรกรรมเอกลักษณ์บุคคล 









ต่างประเทศอาจจะท างานโดยล าพังหรือจะท างานกันเป็นกลุ่มก็ได้ตัวอย่างเช่นผู้โจรกรรมเอกลักษณ์บุคคล
อาจขายข้อมูลให้กับโบรกเกอร ์
                                                 
4 ค าพิพากษาศาลปกครองสูงสุดที่ 7/2557. 
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  จากตัวอย่างข้างต้นจะเห็นได้ว่าการโจรกรรมข้อมูลเอกลักษณ์บุคคลอาจกระท าขึ้นได้หลาย














                                                 
6 Sproule S and Archer N. “Measuring Identity Theft and Identity fraud” International Journal of 
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 การที่ข้อมูลเอกลักษณ์ส่วนบุคคลถูกน าไปใช้ในการประกอบอาชญากรรมอ่ืนๆ โดยที่ไม่ได้รับ
ความยินยอมจากเจ้าของข้อมูลนั้นสามารถแบ่งแยกได้สองรูปแบบหลักคือ7 
(1) การน าข้อมูลเอกลักษณ์บุคคลไปใช้ในความผิดเกี่ยวกับการเงินที่เกี่ยวข้องกับบัญชี













3.  ข้อมูลเอกลักษณ์บุคคล 
 กฎหมายของไทยยังไม่มีการบัญญัติฐานความผิดโจรกรรมเอกลักษณ์บุคคลไว้เป็นการเฉพาะ
แม้ล่าสุดจะมีการตราพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 25628 เพ่ือก าหนดหลักเกณฑ์ กลไก 
หรือมาตรการก ากับดูแลเกี่ยวกับการให้ความคุ้มครองข้อมูลส่วนบุคคลไว้  แต่ก็เป็นเพียงหลักการทั่วไปและ
                                                 
7 คณาธิป ทองรวีวงศ์ “มาตรการทางกฎหมายอาญาในการป้องกันและปราบปรามการโจรกรรมข้อมูลเชิง
เอกลักษณ์” Southeast Bangkok Journal1, 1 (2559): 58. 
8 ให้ไว้ ณ วันที่ 24 พฤษภาคม 2562 และให้ใช้บังคับตั้งแต่วันถัดจากวันประกาศในราชกิจจานุเบกษาเป็นต้นไป 
เว้นแต่บทบัญญัติในหมวด 2 การคุ้มครองข้อมูลส่วนบุคคล หมวด 3 สิทธิของเจ้าของข้อมูลส่วนบุคคล หมวด 5 การ
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บุคคลได้ในคดี Cortez v. State. ศาลได้ตีความเพ่ิมเติมว่าข้อมูลชิ้นใดชิ้นหนึ่งแม้จะไม่สามารถระบุ
เอกลักษณ์บุคคลได้แต่เมื่อรวมกับข้อมูลชิ้นอ่ืนๆ จะท าให้สามารถระบุเอกลักษณ์บุคคลได้10เทียบเคียงกับคดี 











 คด ีU.S. v. Harrison. ตัดสินไว้ว่าการท่ีจ าเลยครอบครองโอนถ่ายและใช้ข้อมูลเอกลักษณ์ของ
ผู้อ่ืนเป็นที่เพียงพอแล้วว่าเป็นความผิดการโจรกรรมเอกลักษณ์บุคคลบัตรเดบิตหลายใบที่ถูกจ าเลยขโมยไป
จากกล่องจดหมายเป็นความผิดการโจรกรรมเอกลักษณ์บุคคลเพราะบัตรเดบิตประกอบด้วยบัญชีธนาคาร
ส่วนบุคคลที่สามารถระบุเอกลักษณ์ของเจ้าของบัญชีได้13 และในคดี In re Rolando S. กล่าวว่าการที่
                                                 
9 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 6 ข้อมูลส่วนบุคคล หมายความว่าข้อมูลเกี่ยวกับ
บุคคลซึ่งท าให้สามารถระบุตัวบุคคลนั้นได้ ไม่ว่าทางตรงหรือทางอ้อม แต่ไม่รวมถึงข้อมูลของผู้ถึงแก่กรรมโดยเฉพาะ 
10 Cortez v. State, 469 S.W.3d 593 (Tex. Crim. App. 2015). 
11 Tyler v. Michaels Stores, Inc., 464 Mass. 492, 984 N.E.2d 737 (2013). 
12 V.T.C.A., Penal Code § 32.51(a)(1), (b)(1). Cortez v. State, 428 S.W.3d 338 (Tex. App. Amarillo 2014). 
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ผู้เยาว์ได้รหัสจดหมายอิเล็กทรอนิกส์ของผู้เสียหายมาโดยผ่านข้อความทางโทรศัพท์ของตนเองและต่อมา
ผู้เยาว์ได้น ารหัสดังกล่าวไปใช้เพื่อที่จะเข้าถึงบัญชีผู้ใช้เป็นความผิดฐานโจรกรรมเอกลักษณ์บุคคล14 











 นอกเหนือจากที่ผู้เสียหายจะด าเนินคดีกับผู้โจรกรรมข้อมูลได้แล้วอีกช่องทางหนึ่งส าหรับ
ผู้เสียหายที่จะด าเนินคดีความเพ่ือเรียกร้องค่าเสียหายได้ก็คือฟ้องผู้เก็บรักษาข้อมูลและลูกจ้างในมูลละเมิด
เพราะผู้เก็บรักษาข้อมูลจะต้องเป็นผู้รับผิดชอบร่วมกับลูกจ้าง16 ตามหลัก“the doctrines of agency and 
respondent superior”17 ในความประมาทเลินเล่อที่เกิดขึ้นเพราะผู้ เก็บรักษาข้อมูลไม่ท าตามหลัก
                                                 
14 In re Rolando S., 197 Cal. App. 4th 936, 2011 WL 3212879 (5th Dist. 2011). 
15 พระราชบัญญัติคุ้มครองผู้บริโภค พ.ศ. 2522 ซึ่งได้แก้ไขเพิ่มเติมมาจากพระราชบัญญัติคณะกรรมการคุ้มครอง
ผู้ บริโภค (ฉบับที่ 2) พ.ศ.2541 ได้ก าหนดเอาไว้ว่าให้ผู้บริโภคมีสิทธิได้รับความคุ้มครองตามกฎหมาย กล่าวคือ สิทธิจะ
ได้รับข่าวสาร รวมทั้งค าติชมคุณภาพที่ถูกต้องในสินค้าหรือบริการ  สิทธิในการได้อิสระในการเลือกบริโภคสินค้าและ
บริการ สิทธิในการได้รับความปลอดภัยจากการบริโภคสินค้าหรือบริการ สิทธิที่จะได้รับความเป็นธรรมจากสัญญาหรือการ
ท าสัญญา สิทธิที่จากการที่จะได้รับการพิจารณาและเยียวยาความเสียหาย 
16 ประมวลกฎหมายแพ่งและพาณิชย์, มาตรา 425 นายจ้างต้องร่วมกันรับผิดกับลูกจ้างในผลแห่งละเมิด ซึ่ง
ลูกจ้างได้กระท าไปในทางการที่จ้างนั้น 
17 An example of a case law on the doctrine: CBS Corp. v. Fed. Commun. Comm'n, 535 F.3d 167 
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มาตรฐานทางการค้า“reasonable commercial standards”18 เพ่ือที่จะหลีกเลี่ยงการโจรกรรมข้อมูล
ส่วนบุคคลที่อยู่ในความครอบครองของผู้เก็บรักษาข้อมูลในกรณีที่ประชาชนรายตกเป็นเหยื่อของการ
โจรกรรมข้อมูลจากความประมาทของผู้เก็บรักษาข้อมูลผู้เสียหายอาจฟ้องร้องด าเนินคดีแบบกลุ่มก็ได้19 
 ในส่วนของพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 นั้นได้ก าหนดหน้าที่ของผู้
ควบคุมดูแลข้อมูล20 ไว้ในมาตรา 37(1) - (5) โดยต้องจัดให้มีมาตรการรักษาความม่ันคงปลอดภัยที่เหมาะสม 
เพ่ือป้องกันการสูญหาย เข้าถึง ใช้เปลี่ยนแปลง แก้ไข หรือเปิดเผยข้อมูลส่วนบุคคลโดยปราศจากอ านาจ
หรือโดยมิชอบ และต้องทบทวนมาตรการดังกล่าวเมื่อมีความจ าเป็นหรือเมื่อเทคโนโลยีเปลี่ยนแปลงไป
เพ่ือให้มีประสิทธิภาพในการรักษาความม่ันคงปลอดภัยที่เหมาะสมและก าหนดความผิดทางแพ่งไว้ในมาตรา 
77 และให้ศาลสามารถก าหนดความเสียหายในมาตรา 78 โดยศาลมีอ านาจสั่งให้ผู้ควบคุมข้อมูลส่วนบุคคล
จ่ายค่าสินไหมทดแทนเพ่ือการลงโทษเพ่ิมขึ้นจากจ านวนค่าสินไหมทดแทนที่แท้จริงที่ศาลก าหนดได้ตามที่
ศาลเห็นสมควร แต่ไม่เกินสองเท่าของค่าสินไหมทดแทนที่แท้จริงนั้น ทั้งนี้ โดยค านึงถึงพฤติการณ์ต่างๆ 
และก าหนดโทษทางอาญาไว้ในมาตรา 79 มาตรา 80 มาตรา 81 หากมีการฝ่าฝืนมีโทษจ าคุกไม่เกิน 6 เดือน
ถึง 1 ปีหรือปรับไม่เกิน 500,000 ถึง 1 ล้านบาท หรือทั้งจ าทั้งปรับส าหรับโทษทางอาญาและโทษทางปกครอง
ไว้ในมาตรา 82 – มาตรา 90 ที่ถูกเพ่ิมอัตราโทษจากเดิมที่ระหว่าง 100,000 ถึง 500,000 บาทเป็นระหว่าง 
1 ถึง 5 ล้านบาท 
กฎหมายไทยเกี่ยวกับการโจรกรรมเอกลักษณ์บุคคล 
 การให้ความคุ้มครองข้อมูลส่วนบุคคลตามกฎหมายไทยนั้นแต่เดิมยังไม่ได้ให้ความส าคัญกับข้อมูล
ส่วนบุคคลมากนักจึงใช้กฎหมายแพ่งและกฎหมายอาญามาปรับใช้ในความรับผิดทางแพ่งตามมาตรา  420 
บทบัญญัติแห่งประมวลกฎหมายแพ่งและพาณิชย์เป็นกฎหมายที่มุ่งคุ้มครองความเป็นอยู่ส่วนตัวของบุคคล
                                                 
18 Mike Huggins, “Reasonable Commercial Standards of Fair Dealing in the Trades” The U.C.C. 
Merchant 14, 2 (2013): 190. 
19 พระราชบัญญัติแก้ไขเพิ่มเติมประมวลกฎหมายวิธีพิจารณาความแพ่ง (ฉบับที่ 26) พ.ศ.2558, มาตรา 222/1. 
การด าเนินคดีแบบกลุ่มเป็นกระบวนการด าเนินคดีที่ช่วยเพิ่มประสิทธิภาพในการอ านวยความยุติธรรมให้กับประชาชน  
เนื่องจากสามารถคุ้มครองผู้เสียหายจ านวนมากได้ในการด าเนินคดีเพียงครั้งเดียว และอ านวยความยุติธรรมให้แก่ผู้เสียหาย
ที่ไม่มีความสามารถฟ้องคดี เพื่อเยียวยาความเสียหายด้วยตนเองได้ หรือผู้เสียหายที่ได้รับความเสียหายจ านวนเพียง
เล็กน้อย 
20 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 19 ผู้ควบคุมข้อมูลส่วนบุคคลจะกระท าการเก็บ
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บุคคลไว้เป็นการเฉพาะท าให้เมื่อเกิดการกระท าความผิดขึ้นต้องน ากฎหมายที่เกี่ยวข้องหรือมีความใกล้เคียง







ข้อจ ากัดหรือการตีความตามค าพิพากษาของศาลอย่างไรเพ่ือให้สามารถน าเสนอแนวทางการก าหนดกฎ
                                                 
21 ประมวลกฎหมายแพ่งและพาณิชย์ , มาตรา 420 ผู้ใดจงใจหรือประมาทเลินเล่อ ท าต่อบุคคลอื่นโดยผิด
กฎหมายให้เขาเสียหายถึงแก่ชีวิตก็ดี แก่ร่างกายก็ดี อนามัยก็ดี เสรีภาพก็ดี ทรัพย์สินหรือสิทธิอย่างหนึ่งอย่างใดก็ดี ท่านว่า
ผู้นั้นท าละเมิดจ าต้องใช้ค่าสินไหมทดแทนเพื่อการนั้น 
22 อัจจิมา กนกมณีโชติกุล, ความรับผิดทางแพ่งอันเกิดจากการล่วงละเมิดข้อมูลข่าวสารส่วนบุคคล, (นิติศาสตร์
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หมายส าหรับความผิดฐานโจรกรรมข้อมูลเอกลักษณ์บุคคลได้อย่างเหมาะสมบทบัญญัติกฎหมายไทยที่
เกีย่วข้องที่สามารถน ามาบังคับใช้กับการโจรกรรมข้อมูลเอกลักษณ์บุคคลได้มีดังนี้ 
 ความผิดฐานปลอมเอกสาร23 ความผิดฐานปลอมเอกสารสิทธิ24 ความผิดฐานใช้เอกสารปลอม25ค า





หรือยังไม่ได้ท าเอกสารปลอมใด ๆขึ้นการกระท าของผู้นั้นก็ยังไม่มีความผิดฐานปลอมเอกสารซึ่งถือว่าเป็น
ข้อจ ากัดของฐานความผิดนี้27 
                                                 
23 ประมวลกฎหมายอาญา, มาตรา 264 ผู้ใดท าเอกสารปลอมขึ้นท้ังฉบับหรือแต่ส่วนหน่ึงส่วนใด เติมหรือตัดทอน
ข้อความ หรือแก้ไขด้วยประการใดๆ ในเอกสารที่แท้จริง หรือประทับตราปลอม หรือลงลายมือช่ือปลอมในเอกสาร โดย
ประการที่น่าจะเกิดความเสียหายแก่ผู้อื่นหรือประชาชน ถ้าได้กระท าเพื่อให้ผู้หนึ่งผู้ใดหลงเชื่อว่าเป็นเอกสารที่แท้จริง ผู้นั้น
กระท าความผิดฐานปลอมเอกสาร ต้องระวางโทษจ าคุกไม่เกินสามปี หรือปรับไม่เกินหกหมื่นบาทหรือท้ังจ าทั้งปรับ 
 ผู้ใดกรอกข้อความลงในแผ่นกระดาษหรือวัตถุอื่นใด ซึ่งมีลายมือช่ือของผู้อื่นโดยไม่ได้รับความยินยอม หรือโดยฝ่า
ฝืนค าสั่งของผู้อืน่นั้น ถ้าได้กระท าเพื่อน า เอาเอกสารนั้นไปใช้ในกิจการที่อาจเกิดเสียหายแก่ผู้หนึ่งผู้ใดหรือประชาชน ให้ถือ
ว่าผู้นั้นปลอมเอกสาร ต้องระวางโทษเช่นเดียวกัน 
24 ประมวลกฎหมายอาญา, มาตรา 265  ผู้ใดปลอมเอกสารสิทธิ หรือเอกสารราชการ ต้องระวางโทษจ าคุกตั้งแต่
หกเดือนถึงห้าปี และปรับตั้งแต่หนึ่งหมื่นบาทถึงหนึ่งแสนบาท 
25 ประมวลกฎหมายอาญา, มาตรา 268  ผู้ใดใช้หรืออ้างเอกสารอันเกิดจากการกระท าความผิดตามมาตรา  264 
มาตรา 265 มาตรา 266 หรือมาตรา 267 ในประการที่น่าจะเกิดความเสียหายแก่ผู้อื่นหรือประชาชน ต้องระวางโทษดังที่
บัญญัติไว้ในมาตรานั้นๆ 
26 ประมวลกฎหมายอาญา, มาตรา 1(7) เอกสาร หมายความว่า กระดาษหรือวัตถุอื่นใดซึ่งได้ท าให้ปรากฏ
ความหมายด้วยตัวอักษร ตัวเลข ผัง หรือ แผนแบบอย่างอื่น จะเป็นโดยวิธีพิมพ์ถ่ายภาพหรือวิธีอื่นอันเป็นหลักฐานแห่ง
ความหมายนั้น 
27 ค าพิพากษาฎีกาที่ 1104/2545 จ าเลยเป็นพนักงานธนาคาร ได้รู้ข้อมูลบัญชีของผู้เสียหาย จึงท าการปลอมใบ
ถอนเงินและถอนเงินจากบัญชีผู้เสียหายส าเร็จ การกระท าดังกล่าวได้กระท าไปทั้งหมด 11 ครั้งรวมความเสียหายทั้งสิ้นเป็น
จ านวนเงินสามล้านกว่าบาท ศาลฎีกาได้วินิจฉัยการกระท าของจ าเลยว่ามีความผิดฐานลักทรัพย์ตามประมวลกฎหมาย
อาญา มาตรา 335(11) วรรคแรก และมีความผิดฐานเป็นผู้ปลอมเอกสารสิทธิและใช้เอกสารสิทธิปลอม ตามประมวล
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28 ประมวลกฎหมายอาญา, มาตรา 269/1  ผู้ใดท าบัตรอิเล็กทรอนิกส์ปลอมขึ้นทั้งฉบับหรือแต่ส่วนหนึ่งส่วนใด 
เติมหรือตัดทอนข้อความ หรือแก้ไขด้วยประการใดๆ ในบัตรอิเล็กทรอนิกส์ที่แท้จริง โดยประการที่น่าจะเกิดความเสียหาย
แก่ผู้อื่นหรือประชาชน ถ้าได้กระท าเพื่อให้ผู้หนึ่งผู้ใดหลงเช่ือว่าเป็นบัตรอิเล็กทรอนิกส์ที่แท้จริงหรือเพื่อใช้ประโยชน์อย่าง
หนึ่งอย่างใด ผู้นั้นกระท าความผิดฐานปลอมบัตรอิเล็กทรอนิกส์ ต้องระวางโทษจ าคุกตั้งแต่หนึ่งปีถึงห้าปี และปรับตั้งแต่
สองหมื่นบาทถึงหนึ่งแสนบาท. 
29 ประมวลกฎหมายอาญา, มาตรา 1(14) “บัตรอิเล็กทรอนิกส์” หมายความว่า 
 (ก) เอกสารหรือวัตถุอื่นใดไม่ว่าจะมีรูปลักษณะใดที่ผู้ออกได้ออกให้แก่ผู้มีสิทธิใช้ ซึ่งจะระบุช่ือหรือไม่ก็ตาม โดย
บันทึกข้อมูลหรือรหัสไว้ด้วยการประยุกต์ใช้วิธีการทางอิเล็กตรอน ไฟฟ้า คลื่นแม่เหล็กไฟฟ้า หรือวิธีอื่นใดในลักษณะ
คล้ายกัน ซึ่งรวมถึงการประยุกต์ใช้วิธีการทางแสงหรือวิธีการทางแม่เหล็กให้ปรากฏความหมายด้วยตัวอักษร ตัวเลข รหัส 
หมายเลขบัตร หรือสัญลักษณ์อื่นใด ทั้งที่สามารถมองเห็นและมองไม่เห็นด้วยตาเปล่า 
 (ข) ข้อมูล รหัส หมายเลขบัญชี หมายเลขชุดทางอิเล็กทรอนิกส์หรือเครื่องมือทางตัวเลขใดๆ ที่ผู้ออกได้ออกให้แก่
ผู้มีสิทธิใช้ โดยมิได้มีการออกเอกสารหรือวัตถุอื่นใดให้ แต่มีวิธีการใช้ในท านองเดียว กับ (ก) หรือ 







Assumption University Law Journal       วารสารนติิศาสตร ์ มหาวิทยาลยัอัสสัมชัญ 
Vol. 10 No. 2 (July – December 2019)  ปีท่ี 10 ฉบับท่ี 2 (กรกฎาคม – ธันวาคม 2562) 
ความผิดฐานใช้บัตรอิเล็กทรอนิกส์ของผู้อ่ืนโดยมิชอบ30 เมื่อน าฐานความผิดนี้มาใช้กับกรณีการ
โจรกรรมข้อมูลเอกลักษณ์บุคคลจะเกิดปัญหาคือไม่อาจปรับใช้มาตรานี้เพ่ือเอาผิดแก่ผู้กระท าการโจรกรรม
ข้อมูลในกรณีเกี่ยวกับการจดจ าหมายเลขบัตรเครดิตหรือข้อมูลต่างๆ บนบัตรเครดิตแล้วน า ไปแสวงหา
ประโยชน์โดยมิชอบต่างๆ ได้เนื่องจากความหมายของบัตรอิเล็กทรอนิกส์เพราะล าพังหมายเลขบัตรเครดิต









ขยายขอบเขตของการกระท าผิดเกี่ยวกับหนังสือเดินทางให้กว้างมากขึ้นเช่นการมีไว้เพ่ือจ าหน่าย 33 น าเข้า
                                                 
30 ประมวลกฎหมายอาญา, มาตรา 269/5 ผู้ใดใช้บัตรอิเล็กทรอนิกส์ของผู้อื่นโดยมิชอบ ในประการที่น่าจะ
ก่อให้เกิดความเสียหายแก่ผู้อื่นหรือประชาชน ต้องระวางโทษจ าคุกไม่เกินห้าปี หรือปรับไม่เกินหน่ึงแสนบาท หรือท้ังจ าทั้ง
ปรับ. 
31 ประมวลกฎหมายอาญา, มาตรา 269/8 ผู้ใดท าหนังสือเดินทางปลอมขึ้นทั้งฉบับหรือแต่ส่วนหนึ่งส่วนใด เติม
หรือตัดทอนข้อความ หรือแก้ไขด้วยประการใดๆ ในหนังสือเดินทางที่แท้จริง หรือประทับตราปลอมหรอืลงลายมือช่ือปลอม
ในหนังสือเดินทาง โดยประการที่น่าจะเกิดความเสียหายแก่ผู้อื่นหรือประชาชน ถ้าได้กระท าเพื่อให้ผู้หนึ่งผู้ใดหลงเช่ือว่า
เป็นหนังสือเดินทางที่แท้จริง ผู้นั้นกระท าความผิดฐานปลอมหนังสือเดินทาง ต้องระวางโทษจ าคุกตั้งแต่หนึ่งปีถึงสิบปี และ
ปรับตั้งแต่สองหมื่นบาทถึงสองแสนบาท. 
32 ประมวลกฎหมายอาญา, มาตรา 1(15) หนังสือเดินทาง หมายความว่า เอกสารส าคัญประจ าตัวไม่ว่าจะมี
รูปลักษณะใดที่รัฐบาลไทย รัฐบาลต่างประเทศ หรือองค์การระหว่างประเทศออกให้แก่บุคคลใด เพื่อใช้แสดงตนในการ
เดินทางระหว่างประเทศ และให้หมายความรวมถึงเอกสารใช้แทนหนังสือเดินทางและแบบหนังสือเดินทางที่ยังไม่ได้กรอก
ข้อความเกี่ยวกับผู้ถือหนังสือเดินทางด้วย. 
33 ประมวลกฎหมายอาญา, มาตรา 269/9 ผู้ใดใช้หรือมีไว้เพื่อใช้ซึ่งหนังสือเดินทางปลอมตามมาตรา 269/8 ต้อง
ระวางโทษจ าคุกตั้งแต่หนึ่งปีถึงสิบปี และปรับตั้งแต่สองหมื่นบาทถึงสองแสนบาท ผู้ใดจ าหน่ายหรือมีไว้เพื่อจ าหน่ายซึ่ง
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หรือส่งออกนอกราชอาณาจักรซึ่งหนังสือเดินทางปลอม34 และใช้หนังสือเดินทางของผู้อ่ืนโดยมิชอบและ
จัดหาหนังสือเดินทาง35 




บุคคลในค าพิพากษาฎีกาที่5161/2547การที่จ าเลยน าแผ่นบันทึกข้อมูลเปล่าลอกข้อมูลจากแผ่นบันทึกจึง
ไม่เปน็ความผิดฐานลักทรัพย์37 
 ความผิดฐานการฉ้อโกง38 คือเป็นการน าข้อมูลของผู้อ่ืนมาใช้เพ่ือหลอกลวงบุคคลอ่ืนเพ่ือให้ตน
ได้มาซึ่งทรัพย์สินแต่ข้อจ ากัดของความผิดฐานฉ้อโกงคือการฉ้อโกงต้องท าให้ได้ไปซึ่งทรัพย์สินซึ่งไม่รวมถึง
                                                 
บาท การมีหนังสือเดินทางปลอมตามมาตรา 269/8 จ านวนตั้งแต่สองฉบับขึ้นไป ให้สันนิษฐานไว้ก่อนว่ามีไว้เพื่อจ าหน่าย 
ถ้าผู้กระท าความผิดตามวรรคหนึ่งหรือวรรคสองเป็นผู้ปลอมซึ่งหนังสือเดินทาง ตามมาตรา 269/8 ให้ลงโทษตามมาตรานี้
แต่กระทงเดียว. 
34 ประมวลกฎหมายอาญา, มาตรา 269/10 ผู้ใดน าเข้าในหรือส่งออกไปนอกราชอาณาจักรซึ่งหนังสือเดินทาง
ปลอมตามมาตรา 269/8 ต้องระวางโทษจ าคุกตั้งแต่หนึ่งปีถึงสิบปี และปรับตั้งแต่สองหมื่นบาทถึงสองแสนบาท  
 ถ้าการกระท าความผิดตามวรรคหนึ่งได้กระท าไปเพื่อจ าหน่าย ต้องระวางโทษจ าคุกตั้งแต่สามปีถึงยี่สิบปี และ
ปรับตั้งแต่หกหมื่นบาทถึงสี่แสนบาท. 
35ประมวลกฎหมายอาญา, มาตรา 269/11 ผู้ใดใช้หนังสือเดินทางของผู้อื่นโดยมิชอบ ในประการที่น่าจะ
ก่อให้เกิดความเสียหายแก่ผู้อื่นหรือประชาชน ต้องระวางโทษจ าคุกไม่เกินสิบปี และปรับไม่เกินสองแสนบาท 
 ผู้ใดจัดหาหนังสือเดินทางให้ผู้กระท าความผิดตามวรรคหนึ่ง ต้องระวางโทษเช่นเดียวกัน. 
36ประมวลกฎหมายอาญา, มาตรา 334 ผู้ใดเอาทรัพย์ของผู้อื่น หรือท่ีผู้อื่นเป็นเจ้าของรวมอยู่ด้วยไปโดยทุจริต ผู้
นั้นกระท าความผิดฐานลักทรัพย์ ต้องระวางโทษจ าคุกไม่เกินสามปี และปรับไม่เกินหกหมื่นบาท. 
37ค าพิพากษาฎีกาที่ 5161/2547 ข้อมูล ตามพจนานุกรมให้ความหมายว่า ข้อเท็จจริงหรือสิ่งท่ีถือหรือยอมรับว่า
เป็นข้อเท็จจริงส าหรับใช้เป็นหลักอนุมานหาความจริงหรือการค านวณส่วนข้อเท็จจริง  หมายความว่า ข้อความแห่ง
เหตุการณ์ที่เป็นมาหรือที่เป็นอยู่จริง ข้อความหรือเหตุการณ์ที่จะต้องวินิจฉัยว่าเท็จหรือจริง ดังนั้นข้อมูลจึงไม่นับเป็นวัตถุมี
รูปร่าง ส าหรับตัวอักษร ภาพ แผนผัง และตราสารเป็นเพียงสัญลักษณ์ที่ถ่ายทอดความหมายของข้อมูลออกจากแผ่นบันทึก
ข้อมูล โดยอาศัยเครื่องคอมพิวเตอร์ มิใช่รูปร่างของข้อมูล เมื่อประมวลกฎหมายแพ่งและพาณิชย์ มาตรา 137 บัญญัติว่า 
ทรัพย ์หมายความว่า วัตถุมีรูปร่าง ข้อมูลในแผ่นบันทึกข้อมูลจึงไม่ถือเป็นทรัพย์. 
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 พระราชบัญญัติบัตรประจ าตัวประชาชนพ.ศ. 2526 เป็นอีกกฎหมายที่มีความเกี่ยวข้องกับการ
โจรกรรมเอกลักษณ์บุคคลเนื่องมาจากบัตรประจ าตัวประชาชนเป็นเอกสารส าคัญที่บุคคลทุกคนจ าต้องมี





พระราชบัญญัติว่าด้วยการกระท าความผิดเกี่ยวกับคอมพิวเตอร์พ.ศ. 2550 (แก้ไข2560) มาปรับใช้
กับการโจรกรรมข้อมูล เอกลักษณ์บุคคลได้ ในบางกรณีที่ ผู้ โจรกรรมได้ ใช้วิ ธีการเข้ าถึ งระบ บ
                                                 
หรือท าให้ผู้ถูกหลอกลวงหรือบุคคลที่สาม ท า ถอน หรือท าลายเอกสารสิทธิ ผู้นั้นกระท าความผิดฐานฉ้อโกง ต้องระวาง
โทษจ าคุกไม่เกินสามปี หรือปรับไม่เกินหกหมื่นบาท หรือท้ังจ าทั้งปรับ. 
39 ค าพิพากษาฎีกาที่ 12582/2547 เจ้าของร้านค้าเป็นผู้เสียหายในความผิดฐานฉ้อโกง ส่วนธนาคารและผู้ที่ถูก
ระบุช่ือเป็นเจ้าของบัตรเครดิตปลอม มิได้ถูกจ าเลยหลอกลวงด้วยจึงมิใช่ผู้เสียหายในความผิดฐานฉ้อโกง. 
40 พระราชบัญญัติบัตรประจ าตัวประชาชน พ.ศ. 2526, มาตรา 12 ผู้ใดเข้าถึงข้อมูลหรือเปิดเผยข้อมูลที่บันทึกไว้
ในหน่วยความจ าตามมาตรา 7/1 อันมิใช่ข้อมูลทั่วไปที่ปรากฏอยู่บนบัตรตามมาตรา 7 โดยมิได้รับความยินยอมจากผู้ถือ
บัตร ต้องระวางโทษ จ าคุกไม่เกินห้าปี หรือปรับไม่เกินหนึ่งแสนบาท หรือทั้งจ าทั้งปรับ เว้นแต่เป็นการเข้าถึงข้อมูลหรือ 
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ข้อมูลคอมพิวเตอร์41ของผู้อ่ืนที่มีระบบป้องกันการเข้าถึงไว้โดยมิชอบ42แต่พระราชบัญญัติฉบับนี้ยังมี
ข้อจ ากัดคือน ามาบังคับใช้ได้เฉพาะกรณีท่ีการโจรกรรมนั้นได้กระท าผ่านระบบคอมพิวเตอร์เท่านั้น43 
ล่าสุดมีการประกาศใช้พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 โดยมีเหตุผล คือ
เนื่องจากปัจจุบันมีการล่วงละเมิดสิทธิความเป็นส่วนตัวของข้อมูลส่วนบุคคลเป็นจ านวนมากจนสร้างความ
เดือดร้อนร าคาญหรือความเสียหายให้แก่เจ้าของข้อมูลส่วนบุคคล ประกอบกับความก้าวหน้าของเทคโนโลยี
ท าให้การเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคลอันเป็นการล่วงละเมิดดังกล่าว ท าได้โดยง่าย สะดวก 
และรวดเร็ว ก่อให้เกิดความเสียหายต่อเศรษฐกิจโดยรวม สมควรก าหนดให้มีกฎหมายว่าด้วยการคุ้มครอง
ข้อมูลส่วนบุคคลเป็นการทั่วไปขึ้น เพ่ือก าหนดหลักเกณฑ์ กลไก หรือมาตรการก ากับดูแลเกี่ยวกับการให้
ความคุ้มครองข้อมูลส่วนบุคคลที่เป็นหลักการทั่วไป จึงจ าเป็นในการจ ากัดสิทธิและเสรีภาพของบุคคลตาม
พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 เพ่ือให้การคุ้มครองข้อมูลส่วนบุคคลมีประสิทธิภาพ
และเพ่ือให้มีมาตรการเยียวยาเจ้าของข้อมูลส่วนบุคคลจากการถูกละเมิดสิทธิในข้อมูลส่วนบุคคลที่มี







                                                 
41 พระราชบัญญัติว่าด้วยการกระท าความผิดเกี่ยวกับคอมพิวเตอร์  พ.ศ. 2550 (แก้ไข 2560), มาตรา 7. ผู้ใด
เข้าถึงโดยมิชอบซึ่งข้อมูลคอมพิวเตอร์ที่มีมาตรการป้องกันการเข้าถึงโดยเฉพาะ และมาตรการนั้นมิได้มีไว้ส าหรับตน ต้อง
ระวางโทษจ าคุกไม่เกินสองปี หรือปรับไม่เกินสี่หมื่นบาท หรือท้ังจ าทั้งปรับ. 
42 พระราชบัญญัติว่าด้วยการกระท าความผิดเกี่ยวกับคอมพิวเตอร์  พ.ศ. 2550 (แก้ไข 2560), มาตรา 5. ผู้ใด
เข้าถึงโดยมิชอบซึ่งระบบคอมพิวเตอร์ที่มีมาตรการป้องกันการเข้าถึงโดยเฉพาะ และมาตรการนั้นมิได้มีไว้ส าหรับตน ต้อง
ระวางโทษจ าคุกไม่เกินหกเดือน หรือปรับไม่เกินหน่ึงหมื่นบาท หรือท้ังจ าทั้งปรับ. 
43 ระบบคอมพิวเตอร์ หมายความว่า อุปกรณ์หรือชุดอุปกรณ์ของคอมพิวเตอร์ที่เช่ือมการท างานเข้าด้วยกัน โดย
ได้มีการก าหนดค าสั่ง ชุดค าสั่ง หรือสิ่งอื่นใด และแนวทางปฏิบัติงานให้อุปกรณ์หรือชุดอุปกรณ์ท าหน้าท่ีประมวลผลข้อมูล
โดยอัตโนมัติ ข้อมูลคอมพิวเตอร์ หมายความว่า ข้อมูล ข้อความ ค าสั่ง ชุดค าสั่ง หรือสิ่งอื่นใด บรรดาที่อยู่ในระบบ
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บัญญัติกฎหมายขึ้นเพ่ือให้ความคุ้มครองและใช้บังคับกับการกระท าความผิดที่เกี่ยวข้องกับการโจรกรรม
เอกลักษณ์บุคคลเป็นการเฉพาะขึ้นทั้งในระดับกฎหมายของสหพันธรัฐและในระดับของกฎหมายมลรัฐต่างๆ 







1.  ตัวบทกฎหมาย 
 ประเทศสหรัฐอเมริกานั้นก่อนที่จะมีกฎหมายเฉพาะที่ก าหนดความผิดฐานโจรกรรม
เอกลักษณ์บุคคลได้มีการก าหนดความผิดที่เกี่ยวข้องไว้หลายประการอาทิเช่นการเปิดเผยข้อเท็จจริงด้าน
สินเชื่อ (The Truth in Lending Act 1974) การฉ้อโกงบัตรอิเล็กทรอนิกส์ (The Credit Card Fraud Act 
1984) และการกระท าความผิดเกี่ยวกับคอมพิวเตอร์ (The Counterfeit Access Device and Computer 
Fraud and Abuse Act 1984) ต่อมาในปี1998รัฐบาลกลางได้มีการตรากฎหมายลายลักษณ์อักษรขึ้นเป็น
การเฉพาะเพ่ือก าหนดความผิดส าหรับการโจรกรรมเอกลักษณ์บุคคลกฎหมายนั้นมีชื่อเรียกว่าThe Identity 
Theft and Assumption Deterrence Act 1998ซึ่งการบัญญัตินี้ท าให้เกิดการแก้ไขประมวลกฎหมาย
สหรัฐโดยเพิ่มเติมความผิดการโจรกรรมเอกลักษณ์บุคคล (Title 18 United States Code-Section 1028) 
โดยมีจุดประสงค์เพ่ือคุ้มครองเหยื่อผู้เสียหายและลงโทษการกระท าความผิดที่เป็นการน าเอกลักษณ์ของ
บุคคลอ่ืนไปใช้โดยมิชอบโดยบัญญัติไว้ในเรื่องการฉ้อฉลและการกระท าความผิดที่เกี่ยวข้องกับข้อมูลและ
เอกสารส่วนบุคคล (Fraud and Related Activity in Connection with Identification Document and 




(1) ผู้ใดรู้และปราศจากอ านาจตามกฎหมายท าขึ้นปลอมแปลงใช้เอกสารซึ่งแสดงข้อมูล
เอกลักษณ์บุคคลหรือครอบครองเอกสารซึ่งแสดงข้อมูลเอกลักษณ์บุคคลตั้งแต่ห้าฉบับขึ้นไป 
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 ในส่วนของโทษนั้นพบว่ามีการก าหนดโทษปรับและจ าคุกไว้หลายระดับตาม มาตรา1028(b) 
แตกต่างกันไปตามลักษณะของการโจรกรรมหรือการใช้ข้อมูลซึ่งแสดงข้อมูลเอกลักษณ์บุคคลนั้นไปกระท า
ความผิดอ่ืนมีโทษตั้งแต่จ าคุกไม่เกิน3ปีจนถึงไม่เกิน 25 ปี ในความผิดหลักส าหรับความผิดฐานอ่ืน ๆ
ผู้กระท าความผิดต้องระวางโทษปรับหรือโทษจ าคุกไม่เกิน 1 ปีหรือทั้งจ าทั้งปรับ 
 ต่อมาในปี 2004 ได้มีการตรากฎหมายThe Identity Theft Penalty Enhancement Act 
เพ่ือเพ่ิมเติมโทษในการโจรกรรมเอกลักษณ์บุคคลชนิดร้ายแรง (Aggregated Identity Theft) ให้ผู้กระท า
ความผิดดังกล่าวรับโทษหนักขึ้นหากการโจรกรรมเอกลักษณ์บุคคลเป็นกรณีที่ผู้โจรกรรมใช้ข้อมูลของผู้อ่ืน
ในการกระท าความผิดร้ายแรงตัวอย่างเช่นความผิดเกี่ยวกับกฎหมายตรวจคนเข้าเมืองความผิดเกี่ยวกับการ
รับเงินสวัสดิการสังคมของรัฐบาลกลางเป็นต้นกฎหมายใหม่ท่ีตราขึ้นสามารถแบ่งออกได้เป็น 2 ส่วนคือ 
1. ผู้ใดโอนครอบครองหรือใช้โดยปราศจากอ านาจตามกฎหมายซึ่งเอกสารที่ระบุเอกลักษณ์





2.  ค าพิพากษาในประเทศสหรัฐอเมริกา 
 คดีที่ศาลพิพากษาลงโทษตามกฎหมายว่าด้วยการโจรกรรมเอกลักษณ์บุคคลนับตั้งแต่อดีตจนถึง
ปัจจุบันมีอยู่มากมายนับไม่ถ้วนแต่หากเราได้ท าการวิเคราะห์ค าพิพากษาตามมาตรา 18 U.S.C.A.§1028A44 
แล้วจะจบพบว่าองค์ประกอบความผิดการโจรกรรมเอกลักษณ์บุคคลเป็นอย่างไรตัวอย่างเช่นในคดี United 
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States v. Nolte.45 ค าว่าบุคคลในค านิยามของมาตรา 18 U.S.C.A. § 1028A(a)(1)46. รวมถึงผู้เสียชีวิตด้วยแต่
อย่างไรก็ดีการกระท าที่จะครบองค์ประกอบความผิดตาม มาตรา 18 U.S.C.A. §1028A(a)(1) ผู้โจรกรรมต้องรู้
ว่าข้อมูลที่ได้มานั้นเป็นข้อมูลของบุคคลที่มีอยู่จริง47และในคดีU.S. v. Osuna-Alvarez.48 ศาลได้ให้ความเห็น
ว่าการใช้เอกลักษณ์บุคคลอื่นโดยไม่ได้รับความยินยอมแม้ยังไม่ได้มีโจรกรรมมาก็ตามก็ครบองค์ประกอบของ
ความผิดแล้ว49 ในคดี U.S. v. Porter.50 ศาลให้ความเห็นไว้ว่าการปลอมลายเซ็นบุคคลอ่ืนเป็นการใช้
เอกลักษณ์บุคคลเป็นความผิดแล้ว 




 ในหลักเรื่องการให้ความยินยอมคดี U.S. v. Ozuna-Cabrera.54 ได้วางหลักไว้ว่าการที่จ าเลย
ใช้หนังสือเดินทางที่หมดอายุของบุคคลอ่ืนในการกรอกใบสมัครเป็นการกระท าโดยปราศจากอ านาจตาม
กฎหมายและถือว่ามีความผิดตามกฎหมายว่าด้วยการโจรกรรมเอกลักษณ์บุคคลแล้วถึงแม้ว่าจ าเลยจะได้รับ
หนังสือเดินทางมาจากบุคคลอ่ืนและในคดีU.S. v. Otuya.55 ได้วางแนวไว้เพ่ิมเติมจากคดีดังกล่าวการที่
                                                 
45 United States v. Nolte, 844 F.3d 331 (1st Cir. 2016). 
46 (a) Offenses. (1) In general. Whoever, during and in relation to any felony violation enumerated 
in subsection (c), knowingly transfers, possesses, or uses, without lawful authority, a means of identifica-
tion of another person shall, in addition to the punishment provided for such felony, be sentenced to a 
term of imprisonment of 2 years. 
47 U.S. v. Valerio, 2012 WL 1292530 (1st Cir. 2012). 
48 U.S. v. Osuna-Alvarez, 788 F.3d 1183 (9th Cir. 2015). 
49 For additional opinion, see, 2015 WL 3607074 (9th Cir. 2015). 
50 U.S. v. Porter, 745 F.3d 1035, 198 L.R.R.M. (BNA) 2645 (10th Cir. 2014). 
51 United States Code, Title 18, Section 1028A(C). the term “felony violation enumerated in sub-
section (c)” means any offense that is a felony violation of … (relating to mail, bank, and wire fraud). 
52 U.S. v. Abdur-Rahman, 708 F.3d 98 (2d Cir. 2013). 
53 For additional opinion, see, 2013 WL 562883 (2d Cir. 2013) and as amended, (Mar. 13, 2013). 
54 U.S. v. Ozuna-Cabrera, 663 F.3d 496 (1st Cir. 2011). 
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จ าเลยใช้บัญชีธนาคารของผู้อ่ืน (ผู้สมรู้ร่วมคิด) ในการหลอกลวงธนาคารเป็นความผิดเกี่ยวกับการโจรกรรม
เอกลักษณ์บุคคลด้วยแม้ว่าผู้สมรู้ร่วมคิดจะให้ความยินยอมในการใช้บัญชีธนาคารความยินยอมของผู้สมรู้
ร่วมคิดไม่ท าให้การหลอกลวงธนาคารเป็นการกระท าที่ชอบด้วยกฎหมายได้และในคดี U.S. v. Lumbard.56 
ศาลยังตีความค าว่าปราศจากอ านาจโดยกฎหมายตามมาตรา 1028A ว่าไม่ได้จ ากัดแค่การเฉพาะแก่การ
โจรกรรมเท่านั้นการที่จ าเลยได้รับความยินยอมจากบุคคลอ่ืนและน าข้อมูลเอกลักษณ์บุคคลไปใช้ในทางที่ผิด
ก็เป็นความผิดด้วยเช่นเดียวกับคดี U.S. v. Retana.57 ที่ตัดสินไว้ว่าการที่พ่อของจ าเลยให้ความยินยอม
จ าเลยในการใช้เลขประกันสังคมไม่ได้เป็นการท าให้จ าเลยใช้เลขประกันสังคมได้โดยชอบด้วยกฎหมายอันจะ
เป็นการท าให้จ าเลยพ้นผิดจากความผิดจากการใช้เอกลักษณ์บุคคล 
 ส าหรับมาตรฐานการพิสูจน์ศาลในคดี U.S. v. Zuniga-Arteaga.58 ได้ให้ความเห็นว่าศาลไม่
จ าต้องพิสูจน์ว่าจ าเลยได้ใช้เอกลักษณ์บุคคลที่มีชีวิตอยู่หรือไม่เพียงแต่เป็นบุคคลที่มีตัวตนอยู่จริงก็เพียงพอ
เป็นความผิดดังนั้นการที่จ าเลยใช้เอกลักษณ์บุคคลที่เสียชีวิตไปแล้วจึงเป็นความผิดเช่นเดียวกันกับคดี U.S. 
v. Doe.59 ที่ให้ความเห็นไว้ว่าศาลต้องพิสูจน์ให้ได้ว่าจ าเลยรู้ว่าได้ใช้เอกลักษณ์บุคคลที่มีตัวตนอยู่จริงก็
เพียงพอเป็นความผิดแต่ถ้าศาลไม่สามารถพิสูจน์ได้ว่าจ าเลยรู้ว่าได้ใช้เอกลักษณ์บุคคลที่มีตัวตนอยู่จริงก็ไม่






เอกลักษณ์บุคคลไว้เป็นการเฉพาะมีเพียงพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 ที่ก าหนด
หลักเกณฑ์ กลไก หรือมาตรการก ากับดูแลเกี่ยวกับการให้ความคุ้มครองข้อมูลส่วนบุคคลที่เป็นเพียง
หลักการทั่วไปท าให้เมื่อเกิดการกระท าความผิดขึ้นต้องน ากฎหมายที่เกี่ยวข้องหรือมีความใกล้เคียงน ามา
บังคับใช้ท าให้เกิดช่องว่างและความสับสนของกฎหมายแต่ในประเทศสหรัฐอเมริกาได้มีการบัญญัติฐาน
                                                 
56 U.S. v. Lumbard, 706 F.3d 716 (6th Cir. 2013). 
57 U.S. v. Retana, 641 F.3d 272 (8th Cir. 2011). 
58 U.S. v. Zuniga-Arteaga, 681 F.3d 1220 (11th Cir. 2012). 
59 U.S. v. Doe, 661 F.3d 550 (11th Cir. 2011). 
60 Flood v. U.S., 867 F. Supp. 2d 539 (D. Del. 2012). 
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เนื่องจากเป็นกฎหมายเฉพาะซึ่งจะช่วยให้สามารถน า ไปบังคับใช้กับการกระท าความผิดได้ครอบคลุมมากขึ้น 










ที่จะก าหนดควรค านึงถึงผลกระทบและความร้ายแรงของการกระท าประกอบด้วยในประเทศสหรัฐอเมริกา
ได้มีการบัญญัติฐานความผิดไว้อย่างชัดเจนถึงความผิดการโจรกรรมเอกลักษณ์บุคคลเริ่มตั้งแต่การได้มาการ







                                                 
62 McKinney's Penal Law § 190.79(3). People v. Alba, 984 N.Y.S.2d 267. พยานหลักฐานที่ ได้มาไม่
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มาเป็นแนวทางการก าหนดมาตรการทางกฎหมายเพ่ือให้เกิดความมั่งคงและด ารงไว้ซึ่งความยุติธรรมต่อไป 
โดยควรแก้ไขเพ่ิมเติมพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 
ในส่วนของมาตรา 6 จากเดิมข้อมูลส่วนบุคคล หมายความว่าข้อมูลเกี่ยวกับบุคคลซึ่งท าให้สามารถ
ระบุตัวบุคคลนั้นได ้ไม่ว่าทางตรงหรือทางอ้อม แต่ไม่รวมถึงข้อมูลของผู้ถึงแก่กรรมโดยเฉพาะ 
ควรแก้ไขเป็น “ข้อมูลส่วนบุคคล หมายความว่าข้อมูลเกี่ยวกับบุคคลซึ่งท าให้สามารถระบุตัวบุคคลนั้นได้ ไม่
ว่าทางตรงหรือทางอ้อม รวมถึงข้อมูลชิ้นใดชิ้นหนึ่งแม้จะไม่สามารถระบุตัวบุคคลได้ก็ตามแต่เมื่อรวมกับ
ข้อมูลชิ้นอื่นๆ จะท าให้สามารถระบุตัวบุคคลได้ และรวมถึงข้อมูลของผู้ถึงแก่กรรมและนิติบุคคลด้วย” 
 ในส่วนของมาตรา 19 จากเดิม ผู้ควบคุมข้อมูลส่วนบุคคลจะกระท าการเก็บรวบรวม ใช้ หรือ
เปิดเผยข้อมูลส่วนบุคคลไม่ได้หากเจ้าของข้อมูลส่วนบุคคลไม่ได้ให้ความยินยอมไว้ก่อนหรือในขณะนั้น ควร
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แล้ว ผู้ควบคุมข้อมูลส่วนบุคคลจะกระท าประการใดๆ ที่เกี่ยวกับข้อมูลส่วนบุคคลให้ขัดกับกฎหมายอ่ืนหรือ
ความสงบเรียบร้อยและศีลธรรมอันดีของประชาชนหาได้ไม่” 
 ในส่วนของมาตรา 77 วรรคสอง จากเดิม ค่าสินไหมทดแทนตามวรรคหนึ่ง ให้หมายความรวมถึง
ค่าใช้จ่ายทั้งหมดที่เจ้าของข้อมูลส่วนบุคคลได้ใช้จ่ายไปตามความจ าเป็นในการป้องกันความเสียหายที่ก าลัง
จะเกิดขึ้นหรือระงับความเสียหายที่เกิดขึ้นแล้วด้วย ควรแก้ไขเป็น “ค่าสินไหมทดแทนตามวรรคหนึ่ง ให้
หมายความรวมถึงค่าใช้จ่ายทั้งหมดที่เจ้าของข้อมูลส่วนบุคคลได้ใช้จ่ายไปตามความจ าเป็นในการป้องกัน
ความเสียหายที่ก าลังจะเกิดขึ้นหรือระงับความเสียหายที่เกิดขึ้นแล้วด้วย และหากมีความเสียหายเกิดขึ้นใน
อนาคตสืบเนื่องจากการกระท าละเมิดดังกล่าวอีก ให้ถือค าพิพากษาเดิมในการเรียกร้องค่าเสียหายได้อีกโดย
ไม่ถือว่าเป็นการเป็นการเรียกร้องซ้ า ทั้งนี้ต้องไม่เกิน 10 ปี” 
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