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En este capítulo mencionaremos las motivaciones del proyecto, los 












Actualmente los sistemas biométricos están a la cabeza de la tecnología. 
Protección y seguridad son palabras clave en la era digital y los sistemas 
biométricos se decantan como firmes candidatos para llevarlas a cabo. La 
biometría puede dejar obsoletos sistemas de seguridad que requieran el transporte 
de objetos o que requieran recordar una clave, ya que la memoria es frágil y los 
objetos se pueden perder con facilidad. Además, las nuevas tecnologías como los 
terminales Smartphone tienen un papel muy importante por la mayoría de la 
población por su uso diario. Por tanto, es muy importante contar con una 
tecnología que nos aporte confianza y que mejore con ello nuestra calidad de 
vida. 
 
Uniendo estos conceptos se puede concluir que se podría intentar ayudar a 
mejorar la calidad de vida a personas con problemas de accesibilidad a través de 
la biometría. Es aquí donde surge la raíz del objeto de estudio de este proyecto, 
en el cual hemos realizado una evaluación de accesibilidad de una aplicación 
móvil que simula compras a través del reconocimiento biométrico a un grupo de 
personas con problemas de accesibilidad. De esta forma comprobamos si es algo 















1.2. Objetivos del proyecto 
 
El principal objetivo será, a través de una aplicación móvil unida a un 
lector de huella dactilar, examinar a un grupo de personas con problemas de 
accesibilidad para así obtener el rendimiento de los algoritmos biométricos, el 
grado de accesibilidad y usabilidad de dicha aplicación. Esta aplicación simula 
un punto de venta a través de la biometría.  
 
En el proyecto aportamos más información, más datos y más medios de 
forma que, algún día llegue a todas las personas con problemas de accesibilidad 
una forma sencilla, práctica y eficiente para realizar una transacción sea por 
ejemplo una compra o la extracción de dinero de su cuenta bancaria. 
 
Según el objeto de estudio, evaluaremos una aplicación móvil utilizada 
por usuarios con problemas de accesibilidad. Veremos a continuación qué tipo de 






















1.3. Contenido del proyecto 
 
En primer lugar y como punto de partida, se realizará una introducción del 
proyecto y daremos una idea global de cuáles serán los asuntos principales a 
tratar y los objetivos que perseguimos. Posteriormente, debido al uso que se ha 
realizado de los sistemas biométricos en el proyecto, haremos una breve 
introducción a la biometría, repasaremos sus inicios y a su vez, comentaremos su 
situación en la actualidad. También, se mencionarán las nuevas tecnologías como 
la telefonía móvil y NFC, y cómo se relacionan con la biometría. Además, se 
expondrán los conceptos de Accesibilidad y Usabilidad y su relación con la 
biometría.  
 
Luego describiremos cual es el diseño y el desarrollo del proyecto, 
indicando el detalle del marco de la evaluación y el funcionamiento de la 
aplicación. Después, se aclararán las características de la evaluación de 
accesibilidad, incluyendo los usuarios, software (aplicación y algoritmos), 
hardware (sensor de huellas, cámara, móvil y tarjeta inteligente), escenarios, 
accesibilidad (interfaces y dispositivos) y documentos escritos (formularios y 
documento de conformidad). 
 
Seguidamente, mencionaremos los experimentos que se han llevado a 
cabo, cómo se han desarrollado y los resultados obtenidos (rendimiento, 
accesibilidad y usabilidad). Además, se detallarán los inconvenientes que se han 
tenido en el desarrollo del mismo. Por último, daremos las conclusiones 













































En este apartado está incluido el estado del arte de la biometría, 
tecnología NFC, usabilidad, accesibilidad y los dispositivos móviles.  
Este apartado comienza con una breve introducción y después viene detallado un 










En este apartado se detalla lo que es la biometría. Se muestra una breve 
introducción. Posteriormente se presenta la evolución de la biometría en el 
tiempo. A continuación se ve la clasificación de los sistemas biométricos y los 
grados de confianza de los mismos. Seguidamente se detalla los usos de la 
biometría en el proyecto y finalmente se muestra el estado del arte de la 
biometría en la actualidad. 
 
2.1.1. Introducción a la biometría 
 
 
“La biometría es la ciencia que establece la identidad de un individuo 
basándose en las características físicas, químicas o conductuales de la persona” 
[Akj07]. La biometría hace referencia a las tecnologías que miden y analizan las 
características del cuerpo humano, como el ADN, las huellas dactilares, la retina 
y el iris de los ojos, los patrones faciales o de la voz y las medidas de las manos. 
 
Como se ve en la Figura 1, las huellas dactilares, la retina, el iris, 
los patrones faciales, venas de la mano o la geometría de la palma de la mano, 
representan ejemplos de características físicas (estáticas), mientras que entre los 
ejemplos de características del comportamiento se incluyen la firma, el paso y el 
tecleo (dinámicas). La voz se considera una mezcla de características físicas y del 
comportamiento. 





Figura 1. Algunas de las características biométricas del cuerpo humano 
[Akj07] 
Para que una característica física o de comportamiento de una persona sea 
considerada como tal debe cumplir una o varias de las siguientes condiciones, 
como se puede ver en la Figura 1: 
 
1. Universalidad: Todo individuo debe poseer el rasgo. 
2. Unicidad: El rasgo dado debe ser suficientemente diferente entre dos 
individuos. 
3. Permanencia: El rasgo biométrico de un individuo debe ser 
suficientemente invariante durante un período de tiempo. 
4. Cuantificación: Debe ser posible adquirir y digitalizar la característica 
biométrica. 
5. Rendimiento: Esta característica expone la exactitud, la rapidez y la 
robustez alcanzada en la identificación de individuos por parte del sistema 
biométrico. 
6. Aceptación: Indica el grado en que la gente está dispuesta a aceptar un 
sistema biométrico en su vida diaria. 
7. Fiabilidad: Esta característica refleja cómo de difícil es burlar al 
sistema. 




Estas condiciones sirven para aceptar o descartar algún rasgo como 
característica biométrica. Después de elegir una característica que cumpla las 
condiciones mencionadas anteriormente, es necesario imponer unas restricciones 
prácticas sobre el sistema que tendrá como misión recibir y procesar a estas 
características. Por ejemplo, las muestras de huellas dactilares adecuadas 
requieren de la cooperación del usuario, mientras que una imagen facial puede 
ser capturada por una cámara de vigilancia.  
 
2.1.2. Historia de la Biometría 
 
A continuación hablaré brevemente de la historia de la biometría y el 
reconocimiento biométrico con el objetivo de contextualizar mi trabajo. La 
biometría no se puso en práctica en las culturas occidentales hasta finales del 
siglo XIX, pero fue utilizada en China desde al menos el siglo XIV. En 
Occidente, para la identificación se confiaba simplemente en la “memoria 
fotográfica” hasta que Alphonse Bertillon, jefe del departamento fotográfico de 
la Policía de París, desarrolló un sistema antropométrico en 1883[Ber09] que se 
puede ver en la Figura 2. 
 
Figura 2. Sistema de Bertillon [Ber09] 




Éste era el primer sistema preciso, ampliamente utilizado científicamente 
para identificar a criminales y convirtió a la biometría en un campo de estudio. 
Funcionaba midiendo de forma precisa ciertas longitudes y anchuras de la cabeza 
y del cuerpo, así como registrando marcas individuales como tatuajes y 
cicatrices. El sistema de Bertillon se utilizó extensamente en occidente hasta que 
aparecieron defectos en el sistema – principalmente problemas con métodos 
distintos de medidas y cambios de medida. Después de esto, las fuerzas policiales 
occidentales comenzaron a usar la huella dactilar [Ber09]. 
 
El uso práctico de huellas dactilares como método de identificación de 
individuos ha sido utilizado desde finales del siglo XIX cuando Sir Francis 
Galton definió algunos de los puntos o características desde las cuales las huellas 
dactilares podían ser identificadas [Gal83]. Estos "puntos Galton" son la base 
para la ciencia de identificación por huella dactilar, la cual se ha expandido y 
efectuado una transición en el pasado siglo. La identificación por huella digital 
comienza su transición a la automatización a finales de los años 60. Con la 
llegada de los ordenadores, un subconjunto de los puntos Galton, ha sido 
utilizado para desarrollar la tecnología de reconocimiento automatizado de 
huellas dactilares. 
 
En 1969, hubo un empuje mayor por parte del Buró Federal de 
Investigaciones (FBI) para desarrollar un sistema para automatizar sus procesos 
de identificación por huellas dactilares, el cual rápidamente se había vuelto 
tedioso y requería de muchas horas para el proceso manual [Fbi15a].  
 
Lockheed Martin fue seleccionado para construir el segmento AFIS 
(Automated Fingerprint Identification System) del proyecto IAFIS del FBI y los 
componentes principales de IAFIS (Integrated Automated Fingerprint 
Identification System) estuvieron operativos para 1999 [Fbi15b]. Además, en 
esta época, los productos comerciales de verificación de huellas dactilares 
comenzaron a aparecer en varios controles de acceso para autenticarse. 




A día de hoy, la biometría ha revolucionado el desarrollo de la seguridad, 
debido a su facilidad de uso y apoyada en una tecnología que ha alcanzado su 
madurez demostrando ser de alto rendimiento. Se presenta como uno de los 
sistemas más fiables para el control de acceso. 
 
2.1.3. Clasificación de los diferentes sistemas biométricos 
 
Como se puede apreciar en la Figura 3, se pueden diferenciar los sistemas 
biométricos en dos tipos: Modalidades estáticas o físicas y dinámicas o de 
comportamiento. 
 
Figura 3. Clasificación de la biometría por su tipo 
 
La medida de las características físicas de un individuo corresponde a la 
modalidad estática. Los principales estudios y aplicaciones de esta rama de la 
biometría están basados en los sistemas biométricos de huellas dactilares, 
geometría de la mano, iris, retina y reconocimiento facial.  
 
Por el contrario la medida de los rasgos de comportamiento de un 
individuo forman parte de la modalidad dinámica y dentro de esta rama de la 




biometría los principales estudios y aplicaciones están basadas en los sistemas de 
reconocimiento de voz y firma manuscrita principalmente. 
 
2.1.4. Arquitectura y funcionamiento de los sistemas 
biométricos 
 
La arquitectura de un sistema biométrico puede entenderse 
conceptualmente como dos módulos: el Módulo de Captura y el Módulo de 
Identificación. 
 
El módulo de captura se encarga de adquirir y almacenar la información 
proveniente de la característica biométrica con el objeto de poder contrastar esta 
información con la que será proporcionada en entradas posteriores al sistema. 
Las tareas ejecutadas por el módulo de captura las lleva a cabo el lector 
biométrico y el extractor de características. El primero se encarga de adquirir 
datos relativos de la característica biométrica elegida y entregar una 
representación en formato digital de éstos. El segundo extrae, a partir de la salida 
del lector, características representativas de la característica. Durante este 
proceso de recopilación de datos, es en donde se pueden presentar los primeros 
problemas. En primer lugar las muestras deben ser obtenidas mediante un sensor, 
por lo tanto, están sujetas a la calidad y características técnicas del sensor 
utilizado. Esto conlleva a que las características del sensor deberán ser 
estandarizadas a fin de garantizar que las muestras obtenidas de un usuario en 
diferentes sistemas sean compatibles. En cuanto al almacenamiento, existen 
varias formas de guardar los datos previamente recopilados y procesados. La 
organización de la estructura de los datos debe ser flexible, permitiendo su 
reestructuración, si fuese necesario.  
 
El módulo de identificación es el responsable del reconocimiento de 
individuos. En primer lugar, el extractor de características crea una 
representación compacta con el mismo formato del patrón. La representación se 
denomina vector de características. Este vector de características es enviado al 




comparador de características que compara a éste con uno o varios patrones para 
establecer la identidad. Se puede ver todo detallado en la Figura 4. 
 
Figura 4. Arquitectura del proceso biométrico [Ing00] 
 
El conjunto de procesos realizados en el módulo de captura se denominan 
fase de captura y los realizados en el módulo de identificación se denominan fase 
operacional. Un sistema biométrico en su fase operacional puede operar en dos 
modos: Modo de verificación y Modo de identificación. 
 
Un sistema biométrico operando en el modo de verificación comprueba la 
identidad de un individuo comparando la característica sólo con los patrones del 
individuo. Esto conduce a una comparación 1:1 para determinar si la identidad 
reclamada por el individuo es verdadera o no. 
 
Un sistema biométrico operando en el modo de identificación reconoce a 
un individuo mediante una búsqueda exhaustiva en base de datos. Esto conduce a 
una comparación del tipo 1:N para establecer la identidad del individuo. En 
ambos casos es importante la exactitud de la respuesta. Sin embargo, para un 
sistema de identificación la rapidez también es un factor crítico. Un sistema de 
identificación necesita explorar toda la base de datos donde se almacenan los 
patrones, a diferencia de un sistema verificador. 
 




2.1.5. Grado de confianza de los sistemas biométricos 
 
Según la decisión que puede tomar un sistema biométrico se puede 
distinguir al individuo autorizado del impostor. El individuo autorizado es aquel 
que ha sido aceptado por el sistema biométrico y el impostor es aquel que ha sido 
rechazado. Sin embargo, todo sistema biométrico no es perfecto y puede darse el 
caso que sea aceptado un individuo que no debiese y viceversa. 
 
El grado de confianza asociado a las diferentes decisiones puede ser 
caracterizado por la distribución estadística del número de personas autorizadas e 
impostores. En los sistemas de reconocimiento biométrico se establecen 
principalmente dos tasas de errores: Tasa de falsa aceptación o False Aceptance 
Rate (FAR) y Tasa de falso rechazo o False Rejection Rate (FRR). Se pueden ver 
representadas ambas tasas en la Figura 5. 
 
 
Figura 5. Ejemplo de curva donde se ven representadas la FAR, la FRR y la 
EER [Ing00] 
 
La FAR se define como la probabilidad con que un impostor sea aceptado 
como un individuo autorizado. La FRR se define como la probabilidad con que 
un individuo autorizado sea rechazado como un impostor. La FAR y la FRR 
están relacionadas y normalmente una FRR pequeña devuelve una FAR alta y 
viceversa. El grado de seguridad deseado se define mediante un umbral, un 




número real que indica el mínimo grado permitido para autorizar el acceso del 
individuo. 
 
La tasa de error de intersección o Equal Error Rate (EER), indica el punto 
en el cual la FAR y la FRR tienen el mismo valor. Cuanto menor sea el valor del 
EER mayor es la precisión del sistema biométrico. Por lo general, la precisión de 
un sistema biométrico se cuantifica a través del gráfico de las Curvas ROC o de 
las Curvas DET: 
 
 La Curva ROC (Receiver Operating Characteristic), como se puede ver 
en la Figura 6, es una representación gráfica de los genuinos aceptados 
(1 - FRR) frente a los impostores aceptados (FAR).  
 
 
Figura 6. Ejemplo de curva ROC 
 
 La Curva DET (Detection Error Tradeoff), como se puede ver en la 
Figura 7, es una representación gráfica de los genuinos rechazados 
(FRR) frente a los impostores aceptados (FAR). 
 





Figura 7. Ejemplo de curva DET [AGT97] 
 
2.1.6. Uso de la biometría en el PFC 
 
En este apartado se van a detallar los diferentes sistemas biométricos 
utilizados en el desarrollo del Proyecto Fin de Carrera. 
 
2.1.6.1. La Huella dactilar 
 
La identificación por huella dactilar es una de las modalidades biométricas 
más conocidas. Gracias a su unicidad y permanencia, las huellas dactilares han 
sido utilizadas para la identificación desde hace más de un siglo. La 
identificación por huellas dactilares es popular por su cómoda adquisición. 
 
Como se puede ver en la Figura 8, una huella dactilar usualmente aparece 
como una serie de líneas oscuras que representan los relieves (la porción saliente 
de las crestas de fricción), mientras los valles entre estas crestas aparecen como 
espacios en blanco y están en bajo relieve (la porción subyacente de las crestas 
de fricción). La identificación por huella dactilar está basada principalmente en 
las minucias, o la ubicación y dirección de los finales y bifurcaciones 




(separaciones) de las crestas a lo largo su trayectoria. Las minucias son esos 
mínimos detalles que se repiten en varios puntos de una huella y son únicos. 
 
 
Figura 8. Huella dactilar mostrando ejemplos de crestas y valles [Akj07] 
 
Como se puede ver en la Figura 9, una huella dactilar también contiene 
una serie de zonas características como son el lazo, la espiral y el delta. 
 
Figura 9. Huella dactilar mostrando varias zonas características, como el 
lazo, la espiral y el delta [Akj07] 
 
2.1.6.2. La Firma manuscrita 
 
La escritura es un sistema de representación gráfica de una lengua, por 
medio de signos grabados o dibujados sobre un soporte. Es un método de 
comunicación humana que se realiza por medio de signos visuales que 
constituyen un sistema y ha estado presente en todas las culturas que han existido 
a lo largo de la historia. Pese a que la puesta en escena de nuevas tecnologías en 
almacenamiento y transmisión puede hacer pensar que la firma pasa a segundo 




plano, en la actualidad el texto manuscrito sigue siendo la forma más natural y 
directa de registro de información. 
 
Como modalidad biométrica, una de las ventajas de la firma manuscrita es 
que es adquirida fácilmente, ya sea con una pluma de tinta sobre una hoja de 
papel o por medios electrónicos con una serie de dispositivos basados en 
punteros. En función del procedimiento de adquisición de la firma se pueden 
diferenciar dos tipos:  
 
- La firma estática: Los usuarios firman sobre papel y la introducción 
de la firma en un ordenador para su posterior análisis se lleva a cabo 
mediante un escáner o cámara de fotos. El momento de la firma no 
coincide con el de la adquisición. 
- La firma dinámica: Los usuarios realizan su firma sobre un 
dispositivo digitalizado que adquiere la firma en tiempo real, 
simultáneamente durante su realización y almacena marcas de tiempo. 
 
2.1.7. Biometría en la actualidad 
 
En la actualidad, la biometría tiene cada vez más usos como se puede ver 
en varios ejemplos como el control de acceso a los puestos de trabajo a través de 
la huella dactilar, la protección de información confidencial en ficheros 
electrónicos o el acceso seguro a los ordenadores. 
 
También es verdad que hay una serie de impedimentos que perjudican a su 
rápida expansión, como el coste o grado de intrusión y además el grado de 
desconfianza que aún genera a un sector de la población que prefiere lo conocido 
a lo desconocido. Generalmente, este sector de la población está formado por 
personas de avanzada edad o gente que no utiliza con asiduidad las nuevas 
tecnologías. Ahora su coste importa menos, si su precio puede llegar a evitar 
intrusión en las redes o a salvar vidas humanas.  




Actualmente, en España aún no se encuentra muy extendido el uso de los 
sistemas biométricos, aunque poco a poco se está implantando y cada vez más 
personas ya los conocen o hacen uso diario de ellos. Con respecto a lo que depara 
el futuro, se puede decir con certeza es que la industria de la biometría crece cada 
vez más y eso repercutirá presumiblemente en la reducción de los costes por el 
incremento de compras.  
 
2.2. Móviles y NFC 
 
En este apartado se van a detallar los dispositivos móviles y NFC, 




La telefonía móvil es la comunicación a través de dispositivos que no 
están conectados mediante cables. El medio de transmisión es el aire y el 
mensaje se envía por medio de ondas electromagnéticas. Para la comunicación se 
utiliza el teléfono móvil que es un dispositivo inalámbrico electrónico que se usa 
para acceder y utilizar los servicios de la red de telefonía móvil [Cel15]. La 
telefonía móvil básicamente está formada por dos grandes partes: una red de 
comunicaciones y los terminales que permiten el acceso a dicha red.  
 
Los dispositivos móviles están desempeñando un papel significativo en la 
vida diaria, no sólo para las comunicaciones, sino también para el 
entretenimiento, actividades o relaciones sociales de trabajo. Además, con el 
elevado incremento del uso de los Smartphones y dispositivos móviles en la vida 
diaria, la cantidad de datos confidenciales que estos dispositivos almacenan está 
también en aumento. Esta situación lleva a la necesidad de proteger el acceso a 
dichos datos sensibles, y la biometría se ofrece como un mecanismo alternativo 
para dicha protección [MDS11]. 
 




Actualmente hay algunos dispositivos móviles que tienen integradas 
diversas modalidades biométricas para el desbloqueo del terminal, ofreciendo así, 
mayor comodidad para el usuario, evitando posibles usurpaciones a través de 
métodos de desbloqueo que no garantizan la autenticidad del usuario (como son 
el desbloqueo a través de pin o patrón). Lo más utilizado actualmente es el 




La comunicación de campo cercano o Near Field Communication (NFC), 
es una tecnología de comunicación inalámbrica, de corto alcance (hasta 10 cm 
según las especificaciones) y alta frecuencia que permite el intercambio de datos 
entre dispositivos. Los estándares de NFC cubren protocolos de comunicación y 
formatos de intercambio de datos [Cer15].  
 
2.2.2.1. Funcionamiento y usos de la tecnología NFC 
 
NFC es la unión de RFID y de tecnologías interconectadas. Trabaja en una 
frecuencia libre, lo cual implica que no se necesita ningún tipo de licencia para su 
utilización. Puede funcionar a diversas velocidades como 106, 212, 424 o 848 
Kbit/s, por ello se puede deducir que está destinada a la comunicación 
instantánea, útil para la identificación y validación de equipos/personas. Entre los 
usos que se puede dar a la tecnología NFC se pueden destacar los siguientes: 
 
- Abono transporte: Se valida acercando la tarjeta a un lector NFC. Se 
encuentra en expansión, actualmente se puede ver en las grandes 
ciudades.  
- Pago con el móvil: Cada vez hay más bancos y establecimientos que 
facilitan el uso de las tarjetas NFC.  
- Información de transporte y turística: Etiquetas de información 
tanto en las marquesinas como en los monumentos. 




- Transferencia de archivos entre móviles: Aunque la velocidad de 
transferencia a través de NFC es menor que Bluetooth tiene la ventaja 
que no hace falta emparejar los dispositivos.  
- Acceso a oficinas: Muchas oficinas ya se utilizan tarjetas NFC como 
alternativa a las tradicionales de banda magnética.  
 
2.3. Usabilidad y accesibilidad 
 
En este apartado se va a explicar los conceptos de usabilidad y 




La Usabilidad según la norma ISO 9241-11 [ISO98] se define como “el 
grado en que un producto puede ser usado por determinados usuarios para 
conseguir objetivos específicos con efectividad, eficiencia y satisfacción en un 
contexto de uso específico”. Para medir la usabilidad de un producto se tienen en 
cuenta los siguientes elementos:  
 
 Efectividad: Es la medida de lo bien que un usuario puede realizar una 
tarea. Este factor tiene en cuenta los errores de los usuarios en el uso 
del producto. 
 Eficiencia: Es la medida de la rapidez con que un usuario puede llevar 
a cabo el trabajo. Este factor tiene en cuenta el tiempo que utilizan los 
usuarios en usar el producto. 
 Satisfacción: Es la medida de las impresiones que muestran los 
usuarios sobre el sistema. Este factor mide cuánto les gusta a los 
usuarios el producto. 
 
Algunos proyectos conocidos que siguieron la norma ISO 9241-11 y la 
definición del NIST [TMS08] de usabilidad son el proyecto pasaporte del Reino 
Unido realizado por Atos [BTT05] y el HBSI desarrollado por la Universidad de 




Purdue [KEP09]. Ambos proyectos comenzaron siguiendo las directrices del 





“La accesibilidad es el grado en que los productos, sistemas, ambientes y 
servicios pueden ser utilizados por personas de una población con el rango más 
amplio de características y capacidades, para lograr un objetivo especificado en 
un contexto de uso” [ISO11]. Para promover la accesibilidad se hace uso de 
ciertas facilidades que ayudan a salvar los obstáculos o barreras del entorno, 
consiguiendo que las personas con problemas de accesibilidad realicen la misma 
acción que pudiera llevar a cabo una persona sin ningún tipo de problema. Estas 
facilidades son llamadas ayudas técnicas. Entre éstas se encuentran por ejemplo 
el alfabeto Braille, el lenguaje de signos, las sillas de ruedas o las señales 
auditivas de los semáforos. 
 
Aunque aún hay mucho por mejorar en este ámbito, hoy en día, hay 
sectores como la medicina, el transporte o la informática en los que se ha 
avanzado mucho para facilitar la vida a mucha gente con problemas de 
accesibilidad. Han sido publicadas recientemente una serie de medidas para 
evaluar la accesibilidad sobre los sistemas ICT (Tecnologías de Información y 
Comunicación o Information and Communication Technologies) que se 
encuentran en la norma europea EN 301 549 [CCE14].  
 
Ejemplos de aplicación de accesibilidad a los productos ICT son varios 
Smartphones que incorporan aplicaciones con características de accesibilidad 
(por ejemplo Talkback en Android y VoiceOver en iOS, que ayuda a los usuarios 
con problemas visuales a saber lo que hay en la pantalla del Smartphone) que 
permiten a las personas usar la tecnología con fluidez como los usuarios sin 
problemas de accesibilidad.  




2.3.2.1. Norma EN 301 549 
 
 Esta norma es el resultado de una medida política europea (Mandato 376), 
cuyo objetivo es tener requisitos de accesibilidad. La EN 301 549 fue publicada 
en febrero de 2014 [CCE14]. La norma contiene una serie de requisitos y 
recomendaciones aplicables a cualquier tipo de producto y servicio ICT. 
 
La Cláusula 4 de la norma detalla los requisitos de las personas con 
problemas de accesibilidad. Con esto se pretende explicar el rendimiento 
funcional de las ICT permitiendo buscar, identificar y utilizar las funciones de las 
ICT, y acceder a la información proporcionada, independientemente de las 
capacidades físicas, cognitivas o sensoriales. 
 
Los requisitos y recomendaciones de la norma están definidos en las 
cláusulas de la 5 a la 13. La estructura de la norma está basada en las 
características proporcionadas por el ICT, en vez de basarse en las categorías de 
los productos. Un aspecto relevante de la norma es que los requisitos del 
contenido web, los documentos no web y el software están basados en las Web 
Content Accessibility Guidelines (WCAG) 2.0 [CBC08], al aplicar la guía 
proporcionada por el Consorcio World Wide Web sobre cómo interpretar WCAG 
para las ICT no web [KPM13]. 
 
La norma incluye 11 requisitos de usuario, 213 requisitos y 26 
recomendaciones. Dada la estructura basada en las características de la norma, el 
texto de cada requisito y recomendación comienza con una condición previa que 
indica cuando se aplica el requisito o recomendación. La gran cantidad de 
cláusulas hace difícil determinar qué requisitos de la norma pueden aplicar a 
cualquier producto ICT. Para simplificar todo esto, recientemente ha sido 
definido un planteamiento basado en un árbol de decisiones [MP14] [Mar13]. 
 
 





















En este apartado está incluido el diseño y el desarrollo del proyecto. 
Empezaremos con una explicación del planteamiento utilizado. 
 
 






Esta parte incluye el diseño y el desarrollo del proyecto que se ha llevado 
a cabo en el Centro de Recuperación de Personas con Discapacidad Física de 
Madrid (CRMF) [Crm15]. La evaluación se ha hecho siguiendo la ISO/IEC JTC 
1/SC 37/19795 [ISO07] y la metodología desarrollada por Fernández-Saavedra 
[FAU10]. 
 
3.1.1. Objetivos de la evaluación 
 
Este trabajo tiene varios objetivos, todos con el propósito final de 
contribuir a la mejora de la accesibilidad de los sistemas de reconocimiento 
biométrico: 
 
 Reunir una base de datos de huellas y firmas con el objetivo de estudiar 
el rendimiento de los algoritmos. 
 Estudiar la accesibilidad del sistema para los usuarios del CRMF y 
conocer los aspectos a mejorar. 
 A partir de dicho estudio, conocer los requisitos de accesibilidad que 
debe cumplir una aplicación de estas características. 
 
3.2. Planteamiento de la evaluación 
 
La evaluación se ha realizado sobre el uso de una aplicación móvil en la 
que se han realizado pagos ficticios con la ayuda del reconocimiento biométrico. 
A continuación se explican las características más importantes del diseño: 
 
3.2.1. Dispositivos a evaluar 
 
La aplicación está instalada en un terminal móvil. Además dicha 
aplicación utiliza un dispositivo biométrico conectado al móvil, un stylus que 




incorpora el propio terminal móvil y una tarjeta sin contactos que simula un 
punto de venta con la que el móvil se comunica a través de la tecnología NFC. 
 
3.2.2. Contexto de la evaluación 
 
Solo se plantea un escenario en la evaluación que simula un punto de 
venta. De esta forma, los elementos se disponen de acuerdo a las preferencias del 
usuario, siempre que el usuario pueda interactuar con ellos sin dificultad.  
 
3.2.3. Equipos de recogida de datos 
 
Los datos que se han recogido además de los biométricos, han sido 
grabaciones en vídeo del proceso, impresiones de los usuarios por escrito y 
formularios que los usuarios han rellenado, también por escrito.  
 
Se ha utilizado para las grabaciones una cámara de vídeo y adicionalmente 
un trípode. En todo momento las grabaciones están enfocadas hacia los 
dispositivos a evaluar viéndose únicamente los brazos/manos de los usuarios y 
los dispositivos. Gracias a esto, se han podido obtener conclusiones a posteriori 
que no se habían podido tener en cuenta en el momento de la evaluación. En 
cuanto a las huellas y firmas de los usuarios, han sido almacenadas directamente 
en el dispositivo móvil. Diariamente se realizaba una copia de seguridad tanto de 
estos datos de huellas y firmas, como de los videos grabados en la evaluación. 
Todos los datos que se han recogido han sido siempre con el consentimiento del 
usuario y bajo la Ley Orgánica de Protección de Datos de Carácter Personal 
(LOPD) [Lop15]. Un requisito para participar era firmar un documento de 









3.3. Descripción del marco general de evaluación 
 
En este apartado se encuentran los requisitos generales que se han 
establecido para el desarrollo de la evaluación. 
 
3.3.1. Entrenamiento a los usuarios 
 
Los usuarios que han participado en la evaluación han sido instruidos en el 
manejo de los dispositivos móviles, del sensor de huella y de la firma manuscrita 
sobre móviles, de forma que les ha servido de primera toma de contacto. El 
entrenamiento está incluido en la aplicación a evaluar. El tiempo que duraba este 
entrenamiento no estaba definido a priori, sino que dependía del usuario en 
cuestión. Este entrenamiento finalizaba cuando se consideraba que el usuario 
había adquirido unos conocimientos mínimos para completar la evaluación sin 
problemas. 
 
3.3.2. Información de los procesos de la evaluación 
 
La información que se ha proporcionado a los usuarios sobre los test 
incluye el siguiente contenido: 
 
 Información general del proceso de evaluación: Se ha ofrecido a los 
usuarios una idea general sobre la evaluación, qué objetivos se 
pretendían conseguir, y cuál iba a ser la participación del usuario en el 
proceso de evaluación. 
 Implicaciones legales: Se les ha explicado a los usuarios el tratamiento 
que se iban a dar tanto a sus datos personales como a sus datos 
biométricos. También se les ha mostrado el formulario de aceptación 
que tenían que rellenar para su intervención dentro del proceso de 
evaluación.  




 Número de sesiones y las condiciones en las que se iban a desarrollar: 
Se ha informado a los usuarios sobre las fechas y la duración de las 
sesiones. 
 Grabaciones de la evaluación: Aunque en todo momento solo se 
mostrase los brazos del usuario en las grabaciones, el usuario debía 
darnos su consentimiento para poder realizar dichas grabaciones. 
  
3.3.2.1. Instrucciones a los usuarios 
 
Una vez que los usuarios aceptaron tomar parte en la evaluación y 
firmaron el formulario correspondiente, se les explicó de forma detallada todo el 
proceso de evaluación y las tareas que iban a tener que realizar en cada una de las 
fases. En una primera introducción se les describieron las fases de la evaluación y 
cómo se iban a desarrollar, aclarando las actividades que tendrían que 
desempeñar los usuarios en cada una de estas fases.  
 
3.3.2.2. Supervisión de los usuarios 
 
En la primera sesión se explicó detalladamente todos los pasos de la 
evaluación. Se intervino durante todo el experimento indicando y/o ayudando al 
usuario a completar el proceso. 
 
3.3.2.3. Identificación y datos de los usuarios 
 
Con el fin de poder analizar los datos correctamente, fue necesario llevar 
un orden en la obtención de las muestras y tener a su vez controlados los datos de 
los usuarios en todo momento. Para ello, dichos datos se almacenaron 
previamente y se le asignó a cada usuario un número identificativo. 
 
 




3.3.3. Datos de los usuarios 
 
Los datos personales que se han tenido en cuenta para almacenar por cada 
uno de los usuarios han sido los siguientes: 
 
 Nombre y apellidos 
 Sexo 
 Edad 
 Nivel de estudios 
 Lateralidad 
 Problemas de accesibilidad de forma detallada 
 Alguna otra característica que pudiese ser relevante para el proceso de 
evaluación. 
 
Toda esta información fue recogida durante el reclutamiento. Solamente la 
información necesaria para el análisis de los datos y el proceso de identificación 
fue asociada con las firmas. Dicha asociación fue realizada por medio del 




Los usuarios acudieron a realizar la evaluación en dos visitas que se han 
denominado “sesiones”, que han tenido que sucederse en días diferentes. En 
concreto transcurrió al menos una semana entre las dos sesiones. En la Figura 10 
se muestra un diagrama de flujo de toda la evaluación, cuyas fases son: 
preferencias de accesibilidad (Figura 11), entrenamiento (Figura 12), 
reclutamiento (Figura 13), captura de datos (Figura 14) y compra (Figura 15). 
 





Figura 10. Fases de la Evaluación 
 
3.3.5. Fases de la evaluación 
 
La evaluación se puede distinguir en varias fases: Preferencias de 
Accesibilidad, Entrenamiento, Reclutamiento, Captura de muestras de datos y 
Compras. 
 
3.3.5.1. Preferencias Accesibilidad 
 
 Antes del entrenamiento, los usuarios tenían que elegir entre una serie de 
opciones que se facilitaban sobre la interfaz de la aplicación. En primer lugar, 
debían elegir entre 3 fondos de color de la interfaz de la aplicación móvil. Antes 
de elegir sus preferencias, podían observar una pre visualización de cada opción. 
 
Después, debían elegir entre 3 niveles distintos de brillo de la pantalla. Al 
igual que con los colores, tenían una pre visualización de cada opción para así 
seleccionar el que quisiesen. 
 
Por último, debían seleccionar el volumen de los mensajes de la 
aplicación. En la Figura 11 se puede apreciar el diagrama de flujo del 
entrenamiento. 









El entrenamiento fue la primera toma de contacto de los usuarios con el 
sistema y sirvió para que adquiriesen suficiente destreza para completar el 
proceso. El tiempo empleado en el entrenamiento variaba en función de lo que 
necesitase el usuario para practicar y las muestras obtenidas no quedaban 
registradas. El usuario tenía la opción de practicar tantas veces como necesitase 
la modalidad de la huella. Se le aconsejaba en todo momento que practicase con 
todos los dedos con los que se iba a realizar la evaluación. Los dedos que se 
utilizaban eran el dedo índice y corazón de ambas manos siempre y cuando era 
posible (el usuario tuviese esos dedos). 
 




Cuando el usuario se veía preparado, se pasaba a la modalidad de la firma. 
Al igual que en el entrenamiento de huella, se podía practicar tantas veces como 
considerase el usuario. Se aconsejaba al usuario que realizase la misma firma que 
normalmente haga en papel. Cuando se creía conveniente y el usuario se veía 
preparado se finalizaba el entrenamiento para así pasar a la fase de reclutamiento. 
Esta fase es muy importante ya que en el reclutamiento se guardan los patrones 
que serán con los que comparemos el resto de muestras. En la Figura 12 se puede 
apreciar el diagrama de flujo del entrenamiento. 
 
 




En el reclutamiento se capturaban las muestras que servían como patrón 
para cada usuario, por lo que fue realizado de forma muy controlada ya que era 
importante que no se produjesen errores. Se podían capturar un número de 
huellas entre 2 y 5 y se comparaban entre ellas hasta que dos eran lo 
suficientemente similares (según el algoritmo de reconocimiento de huella 
utilizado), entonces se guardaba la primera muestra como patrón del usuario. 
Este proceso se repetía para los dedos índice y corazón de cada mano siempre y 
cuando era posible (el usuario tuviese esos dedos). Se eligieron 2 huellas como 
patrones ya que eran suficientes para realizar las comparaciones biométricas 




necesarias y a la vez no eran demasiadas como para producir cansancio en el 
usuario. 
 
Para el caso de firma manuscrita se eligieron cinco firmas ya que eran 
suficientes para realizar las comparaciones biométricas necesarias y a la vez no 
eran muchas como para producir cansancio en el usuario. Si el reclutamiento por 
huella no podía ser completado se realizaba el experimento únicamente con firma 
y viceversa. Si ninguno de los dos reclutamientos podía completarse el usuario 
no podía participar en la evaluación. En la Figura 13 se puede apreciar el 
diagrama de flujo del Reclutamiento. 
 
 
Figura 13. Diagrama de flujo del reclutamiento 
 
 




3.3.5.4. Captura de muestras 
 
En la captura de muestras se realizó un proceso similar al del 
reclutamiento pero se capturaban más muestras. En primer lugar se tomaron 
muestras de huellas hasta obtener 5 correctas (semejantes a los patrones 
guardados en el reclutamiento) de cada huella que se había reclutado y a 
continuación el usuario realizaba firmas hasta obtener 10 correctas, se repetía 
cada huella o cada firma como máximo 3 veces si la comparación no era exitosa. 
En el caso que se excediese el número de intentos se cambiaba al siguiente dedo 
o la siguiente firma. En la Figura 14 se puede apreciar el diagrama de flujo de la 
captura de muestra de datos. 
 
 
Figura 14. Diagrama de flujo de la Captura de muestras 






Para comenzar la compra el usuario debía acercar el terminal móvil a la 
tarjeta que simulaba el punto de venta, entonces cuando el terminal móvil la 
reconocía, el usuario elegía si la verificación se realizaba con firma o con huella. 
Cuando el usuario optaba por una modalidad u otra tenía tres oportunidades para 
obtener una muestra correcta. En el caso de que se llegase a la tercera 
comparación sin un resultado con éxito, no se realizaba la compra terminaba la 
compra. Si se conseguía una muestra correcta, se confirmaba la compra a través 
de la tarjeta que simulaba el punto de venta acercando de nuevo el terminal móvil 




Figura 15. Diagrama de flujo de la compra 




3.4. Comprobaciones en las sesiones 
 
Analizadas las dos sesiones desde el punto de vista del usuario, también 
hay que indicar los pasos que se han tenido en cuenta para que las sesiones 
fuesen correctamente sin incidencias, tanto antes de las sesiones, como a 
posteriori. En una evaluación de estas características es muy necesario tener en 
cuenta todos los detalles ya que cualquier pequeño percance puede afectar en el 
experimento de forma considerable. Para que no se produjese ningún 
contratiempo y así se evitasen posibles errores se controlaron de forma minuciosa 
estos pasos antes, durante y después de las sesiones.  
 
3.4.1. Pre Sesión 
 
 Antes de acudir al CRMF el operario debía realizar unas comprobaciones 
para evitar posibles contratiempos: 
 
1. Comprobación de que se contaba con batería suficiente en el dispositivo 
móvil y en la cámara. 
2. Comprobación de que se llevaba al CRMF los dispositivos necesarios 
para la evaluación: la cámara, el trípode, el terminal móvil, el lector de 
huella y la tarjeta inteligente. 
3. Comprobación que se contaba con copias suficientes de los formularios 
y documentos de aceptación que debían rellenar los usuarios. 
 
3.4.2. Sesión 1 
 
Durante la Sesión 1 se debían realizar unas comprobaciones para evitar 
posibles contratiempos: 
 
1. Se ha informado detalladamente al usuario acerca del proceso. 
2. Se ha informado al usuario sobre el tratamiento de la información legal 
de sus datos personales. 




3. Se ha informado al usuario sobre el número de sesiones que conlleva la 
evaluación. 
4. Comprobación que el usuario ha rellenado el formulario aceptación y 
cuestionario inicial con los datos personales (en el caso de que no 
hubiese hecho falta ayudarle a ello). 
5. Se ha preguntado preferencia modal (Huella o firma). 
6. Colocación de la cámara para el grabado de la evaluación. 
7. Comienzo de la grabación para comienzo del entrenamiento. 
8. Se ha anotado si es el usuario el que maneja en todo el terminal móvil.  
9. Verificación de que cuando ha estado preparado comience con la fase 
del reclutamiento. 
10. Realización de la captura de datos. 
11. Realización de las 2 compras. 
12. Finalización de la grabación. 
13. Anotación de cualquier molestia o recomendación del usuario. 
14. Comprobación de que se ha guardado la grabación correctamente. 
15. Comprobación de que se cuenta con el formulario aceptación y 
cuestionario inicial con los datos personales. 
16. Comprobación de que se ha quedado con el usuario en 1 semana para la 
sesión 2. 
17. Verificación de que se ha limpiado el lector de huella para el próximo 
usuario. 
 
3.4.3. Sesión 2 
 
Durante la Sesión 2 se debían realizar unas comprobaciones para evitar 
posibles contratiempos: 
 
1. Colocación de la cámara para grabar la evaluación. 
2. Se ha recordado en el caso que ha sido necesario el proceso al usuario. 




3. Comienzo de la grabación para que se empiece el entrenamiento o la 
captura de datos. 
4. Realización de la captura de datos. 
5. Realización de las 2 compras. 
6. Finalización de la grabación. 
7. Comprobación de que se ha guardado la grabación correctamente. 
8. Se ha facilitado al usuario el cuestionario final para que lo rellenase o 
en el caso que hubiese hecho falta ayudarle a ello. 
9. Comprobación de que se cuenta con el cuestionario final rellenado 
correctamente. 
10. Verificación de que se ha limpiado el lector de huella para el próximo 
usuario.  
 
3.4.4. Post Sesión 
 
 Después de acudir al CRMF se debían realizar unas tareas y 
comprobaciones para las próximas sesiones: 
 
1. Realización de una copia de seguridad de lo que se ha grabado en la 
cámara durante las sesiones del día. Además, se realizó una copia de 
seguridad en el móvil con una carpeta que guardaba la información de 
la base de datos creada durante las sesiones del día con una 
nomenclatura “BBDD_DD_MM_YYYY”. 
2. Comprobación de que la copia está correctamente realizada. 
3. Se realizaba una copia de lo guardado adicionalmente en el ordenador. 
4. Se realizaba la carga del móvil y de la cámara de video para su próxima 
grabación. 
5. Se guardaba en un sitio seguro: la cámara, el trípode, el terminal móvil, 
el lector de huella y la tarjeta inteligente. Además se guarda junto a los 
dispositivos los formularios y los documentos de aceptación. 
 

























En este apartado están incluidas las características de la evaluación de 
accesibilidad. Daremos todos los detalles específicos de la elección de todos los 










Esta parte incluye las características principales de la evaluación de 
accesibilidad. Se detallan las características de los usuarios, del software, del 
hardware, del escenario, de accesibilidad del proyecto y los documentos 
utilizados. 
 
4.2. Características de los usuarios 
 
Los usuarios a los que va dirigido la evaluación son todas aquellas 
personas con problemas de accesibilidad. Para ello, se ha llevado a cabo dicha 
evaluación a todas las personas relativas al CRMF con problemas de 
accesibilidad que han querido y han podido participar en la evaluación. 
Adicionalmente, se ha realizado la evaluación a otras personas sin problemas de 
accesibilidad para así ampliar el marco, tener un volumen más extenso de 
muestras y comparar los resultados obtenidos con los usuarios con problemas de 
accesibilidad. Distinguimos las características de los usuarios dividiéndolos en 
dos grupos: Usuarios CRMF y usuarios no CRMF. A continuación, veremos las 
características de los usuarios. 
 
4.2.1. Usuarios CRMF 
 
 La evaluación se ha realizado a un total de 21 usuarios con diversos 
problemas de accesibilidad. Todos ellos se han ofrecido voluntarios para la 
evaluación. No son muchos debido a la dificultad de encontrar usuarios de estas 










Como se puede apreciar en la Figura 16, hay un total de 21 usuarios 
evaluados, entre los que 7 son mujeres y 14 son hombres.  
 
 
Figura 16. Género de los usuarios CRMF 
 
4.2.1.2. Intervalos de edad 
 
Los rangos de edad de los usuarios se dividieron en 4 intervalos: de 18 a 
30 años, de 31 a 50 años, de 51 a 70 años y por último de mayores de 70 años. 
No hubo usuarios voluntarios mayores de 70 años (Figura 17):  
 
 
Figura 17. Intervalos de Edad CRMF 
 
 






 Las categorías de estudios entre las que podían elegir los usuarios eran: 
Sin estudios, graduado escolar, bachillerato y universitarios. En este caso no 
hubo usuarios sin estudios (Figura 18): 
 
 




Con respecto a la lateralidad o la mano predominante que tiene el usuario, 
se puede apreciar en la Figura 19 que participaron 16 usuarios que eran diestros y 
5 que eran zurdos. 
 
 
Figura 19. Lateralidad CRMF 
 




4.2.1.5. Familiaridad con la tecnología 
 
En este apartado se puede ver la familiaridad de los usuarios con la 
tecnología. Se facilitaban las siguientes opciones: Cámaras, ordenadores, móviles 
y sistemas biométricos. En este caso, los usuarios podían elegir varias opciones a 
la vez por lo que los resultados obtenidos han sido el tanto por ciento sobre el 
total de las opciones (Figura 20). Cabe destacar que ningún usuario estaba 




Figura 20. Familiaridad con la tecnología de los usuarios del CRMF 
 
4.2.1.6. Experiencia con la biometría 
 
Como se ha señalizado, ninguno de los usuarios había estado familiarizado 
con los sistemas biométricos. Sin embargo, como se puede apreciar en la Figura 
21, había 2 usuarios que ya habían tenido una experiencia con la biometría antes 
la evaluación. Las diferentes experiencias previas con la biometría que tuvieron 
los 2 usuarios fueron: 
 
 1 usuario para renovar/sellar el paro. 
 1 usuario para el desbloqueo del móvil. 
 





Figura 21. Experiencia previa con la Biometría de los usuarios del CRMF 
 
4.2.1.7. Preferencia modal 
 




Figura 22. Preferencia modal CRMF 
 
4.2.1.8. Desbloqueo móvil/ordenador mediante la biometría 
 
 Se les cuestionó a los participantes previamente a la evaluación si 
utilizarían la biometría para desbloquear su móvil y/u ordenador. Estas fueron las 
opciones y las respuestas de los usuarios (Figura 23): 
 





Figura 23. Uso biometría para desbloqueo móvil/ordenador CRMF 
 
Entrando más en detalle sobre los motivos de los 5 usuarios que no 
utilizarían la biometría para desbloquear el móvil y/o el ordenador: 
 
 2 usuarios argumentaron que desconocían el sistema. 
 1 usuario le parecía confuso. 
 1 usuario prefería probar primero el sistema. 
 1 usuario se sentía cómodo sin la biometría.   
 
Ningún usuario rechazaba la opción de desbloquear el móvil y/u 
ordenador a través de la biometría por motivos de inseguridad o motivos de 
incomodidad. 
 
4.2.1.9. Pagos mediante la biometría 
 
 Se les consultó a los participantes previamente a la evaluación si 
utilizarían la biometría para realizar pagos y/o retirar dinero de un cajero. Estas 
fueron las opciones y las respuestas de los usuarios (Figura 24): 
 





Figura 24. Uso biometría para pagos y extracción dinero CRMF 
 
Entrando más en detalle sobre las causas de los 5 usuarios que no la 
usarían por otros motivos: 
 
 3 usuarios argumentaron que desconocían el sistema. 
 2 usuarios preferían probar primero el sistema.  
 
Ningún usuario rechazaba la opción de realizar pagos y/o retirar dinero de 
un cajero a través de la biometría por motivos de lentitud. 
 
4.2.1.10. Problemas de Accesibilidad 
 
Había un total de 11 usuarios sin problemas en las manos y/o dedos, y 10 
que si tenían problemas en las manos y/o dedos (Figura 25). Los diferentes 
problemas que tenían los usuarios eran los siguientes: 
 
 3 usuarios no podían usar el brazo derecho. 
 2 usuarios tenían temblores en las manos. 
 3 usuarios tenían problemas de fuerza en los brazos. 
 1 usuario tenía una lesión del plexo braquial. 
 1 usuario tenía una hemiplejia en el brazo izquierdo. 





Figura 25. Usuarios con problemas en las manos/dedos CRMF 
 
 17 usuarios contaban con problemas de accesibilidad físicos y 4 tenían 
problemas de accesibilidad físicos y psíquicos (Figura 26). Entrando más en 
detalle, los diferentes problemas de accesibilidad físicos que tenían los usuarios 
eran los siguientes: 
 
 8 usuarios se desplazaban en silla de ruedas. 
 1 usuario tenía una lesión del plexo braquial. 
 1 usuario tenía una hemiplejia en el brazo izquierdo. 
 3 usuarios tenían inmovilizado el brazo derecho. 
 3 usuarios tenían problemas de movilidad en las piernas. 
 3 usuarios tenían problemas de fuerza en los brazos. 
 2 usuarios tenían problemas de visión. 
 
 
Figura 26. Problemas de Accesibilidad CRMF 
 




4.2.2. Usuarios no CRMF 
 
 La evaluación se ha realizado a un total de 12 usuarios sin problemas de 
accesibilidad. Todos ellos se han ofrecido voluntarios para la evaluación. Las 
características que hemos obtenido sobre ellos son las siguientes (para los 





Hay un total de 12 usuarios evaluados (Figura 27), entre los que 3 son 
mujeres y 9 son hombres.  
 
 
Figura 27. Género no CRMF 
 
4.2.2.2. Intervalos de edad 
 
No se consiguieron usuarios voluntarios con la edad comprendida de 
mayores de 70 años (Figura 28):  
 









 En este caso no se pudo contar con usuarios sin estudios (Figura 29). 
 
 




Con respecto a la lateralidad o la mano predominante que tiene el usuario, 








4.2.2.5. Familiaridad con la tecnología 
 
A diferencia de los usuarios del CRMF, un 9,68 % sobre el total de 
usuarios sin problemas de accesibilidad estaban familiarizados con los sistemas 
biométricos (Figura 30): 
 
 
Figura 30. Familiaridad con la tecnología no CRMF 
 
4.2.2.6. Experiencia con la biometría 
 
Un total de 9 usuarios ya habían tenido una experiencia con la biometría 
antes la evaluación. Por el contrario, había 3 usuarios no habían tenido una 
experiencia previa con la biometría (Figura 31). Las diferentes experiencias 
previas con la biometría que tuvieron los 9 usuarios fueron: 
 
 8 usuarios para la entrada en el trabajo. 
 1 usuario para el desbloqueo del móvil y para entrar al gimnasio. 
 





Figura 31. Experiencia Previa con la Biometría no CRMF 
 
4.2.2.7. Preferencia modal 
 
A diferencia de los usuarios del CRMF, la preferencia modal previamente 
a la evaluación se decantaba claramente por la huella (Figura 32):  
 
 
Figura 32. Preferencia modal no CRMF 
 
4.2.2.8. Desbloqueo móvil/ordenador mediante la biometría 
 
 Estas fueron las respuestas de los usuarios al cuestionario previo realizado 
(Figura 33): 
 





Figura 33. Uso biometría para desbloqueo móvil/ordenador no CRMF 
 
1 usuario no usaría la biometría para desbloquear el móvil y/o el 
ordenador por otros motivos. El usuario se sentía cómodo sin la biometría.   
 
Ningún usuario rechazaba la opción de desbloquear el móvil y/u 
ordenador a través de la biometría por motivos de inseguridad, motivos de 
incomodidad o por la lentitud. 
 
4.2.2.9. Pagos mediante la biometría 
 




Figura 34. Uso biometría para pagos y extracción dinero no CRMF 




Ningún usuario rechazaba la opción de realizar pagos y/o retirar dinero de 
un cajero a través de la biometría por motivos de lentitud, por motivos de 
incomodidad o por otros motivos diferentes. 
 
4.2.2.10. Problemas de accesibilidad 
 




En este apartado se detallan las características del software que se ha 




La aplicación evaluada ha sido desarrollada sobre la versión Android 4.0.3 
[Dev15]. Con respecto al funcionamiento, la aplicación crea una base de datos a 
partir de datos personales de los usuarios y muestras biométricas. Además realiza 
verificaciones de identidad por biometría (de huella y firma) y se comunica con 
el punto de venta (tarjeta sin contactos). 
 
4.3.1.1. Flujo de la aplicación 
 
En primer lugar se accede al menú inicial de la aplicación. Se pueden 
elegir diferentes opciones: iniciar la sesión de un usuario ya creado, crear un 
nuevo usuario o bien salir de la aplicación. Se puede apreciar en la Figura 35 (a) 
la pantalla del menú inicial. 
 





Figura 35. Diferentes pantallas de menús de la aplicación 
 
Si es el usuario aún no tiene un perfil creado, debe pulsar el botón de 
“Crear Perfil”. Entonces aparece una pantalla donde debe rellenar sus datos 
personales (Figura 35 (b)). Seguidamente, debe elegir las preferencias de 
accesibilidad (color, brillo y volumen de audio). Posteriormente pasa a la fase del 
entrenamiento y por último a la de reclutamiento. En este momento el usuario ya 
tiene un identificador único en la base de datos con su perfil creado con sus datos 
personales y las muestras de huellas y firmas. 
 
Se redirige de nuevo al menú inicial donde el usuario puede elegir de 
nuevo cualquier opción de las mencionadas anteriormente. El usuario ya puede 
iniciar su sesión. Si el usuario pulsa el botón de “Iniciar Sesión” aparece una 
pantalla (Figura 35 (c)) en la que se debe introducir el nombre completo del 
usuario que es lo que le identifica.  
 
Al identificarse correctamente aparece un nuevo menú. Este menú de 
usuario consta de 3 opciones (Figura 35 (d)): Capturar muestras, comprar y cerrar 
sesión. Si se pulsa el botón de “Capturar muestras” se realiza un proceso 
parecido al reclutamiento en el que se guardan más muestras de huellas y firmas. 
Si se pulsa el botón de “Compras” se realiza una simulación de una compra la 
cual queda registrada en la base de datos. Cuando terminan cualquiera de las dos 
fases se redirige de nuevo al menú de usuario. En caso que se pulse el botón 




“Cerrar Sesión” se redirige al menú de inicio de la aplicación. Todo este 
diagrama de flujo esta detallado en la Figura 36. 
 
 




Se han utilizado varios algoritmos de reconocimiento biométrico durante 
la evaluación para proporcionar información para los usuarios y para hacer los 
pagos. Han sido también aplicados para obtener los resultados de rendimiento 
una vez que la evaluación había terminado.  
 
4.3.2.1. Reconocimiento de Huella 
 
Hemos usado el NIST MINDTCT (extraer minucias) [Fin15] y el 
Bozorth3 (comparar muestras) [GMW04] para el reconocimiento de huellas 




dactilares. La implementación utilizada devuelve un resultado entre 1 (el peor) y 
481 (el mejor), y el umbral utilizado es 30 (es decir, un resultado por debajo de 
30 se considera un impostor y 30 o más se considera genuino). El umbral es 
bastante bajo para evitar demasiados rechazos durante la evaluación y, por tanto, 
el sesgo de un usuario: cuando un usuario recibe varios rechazos puede sentirse 
decepcionado o frustrado. Los usuarios suelen seguir con mayor fluidez cuando 
reciben resultados positivos [Sma15]. 
 
4.3.2.2. Reconocimiento de Firma 
 
El algoritmo utilizado para el reconocimiento de firma manuscrita está 
basado en DTW [Hur11]. Como parámetros de entrada hemos utilizado las 
coordenadas temporales X e Y. La implementación utilizada devuelve un 
resultado entre 0,00 (el peor) y 5,00 (el mejor). En este caso, el umbral se fijó en 




En este apartado se detallarán las características de los elementos 
hardware que se han tenido en cuenta en el desarrollo del proyecto.  
 
4.4.1. Sensor de huellas 
 
Con respecto al sensor de huella digital, como se puede ver en la Figura 
37, se ha seleccionado el sensor Secugen Hamster Plus [Sec15]. Cuenta con la 
tecnología Auto-On y Smart Capture [Bea15]. La tecnología Auto-On es una 
técnica de detección que comprueba automáticamente la presencia del dedo. La 
tecnología Smart Capture garantiza el escaneo con calidad de huellas digitales de 
dedos con algún tipo de problema.  
 









Las grabaciones tienen el fin de recopilar el comportamiento del usuario 
frente a la aplicación móvil. Para ello se ha contado con una videocámara modelo 
Sony DCR-SR58E [Son15], se puede ver en la Figura 38. Cuenta con una 
pantalla LCD de 6,7 centímetros que ha ayudado a visualizar las grabaciones 
mientras se ha realizado el experimento para así tener en imagen en todo 
momento lo que se ha deseado grabar. También posee un zoom óptico de 60x. 
Tiene una unidad de disco duro interna de 80 GB.  
  
 
Figura 38. Cámara de video Sony DCR-SR58E 
 






Ante la gran variedad en el mercado de terminales Smartphone, se ha 
elegido el modelo Samsung Galaxy Note II (Figura 39), ya que cumple todos los 
requisitos necesarios para el uso de la aplicación móvil con solvencia. Posee un 
procesador Exynos quad-core de 1.6GHz y tiene instalada la versión 4.0.3. Jelly 
Bean. También cuenta con una pantalla Super AMOLED HD de 5,5 pulgadas 
(1280x720px), suficientemente grande para la correcta visión de los iconos o 
mensajes que de la aplicación como para realizar la firma. Además, el móvil 
incorpora un stylus necesario para la parte de firma [Sam15]. También cuenta 
con tecnología NFC para realizar las compras. 
 
 
Figura 39. Móvil Samsung Galaxy Note II 
 
4.4.4. Tarjeta Inteligente 
  
 En la Figura 40 está la tarjeta Mifare [Ide15] utilizada. Mifare es una 
tecnología de tarjetas inteligentes sin contacto y está basada en la tecnología de 
radiofrecuencia 13,56 MHz (RFID) y es compatible con la norma ISO 14443 
tarjetas de tipo A [Iso15]. La tarjeta que se ha utilizado es el modelo SCL3710, 
que cuenta con tecnología NFC para permitir la comunicación inalámbrica de 




corto alcance entre dispositivos electrónicos, requisito imprescindible para la 
comunicación con el terminal móvil para poder realizar las compras. 
  
 




 El trípode se ha usado para facilitar la grabación y tener mejor calidad de 
imagen al no haber continuos movimientos en la grabación. Como se puede ver 
en la Figura 41, el modelo utilizado ha sido el First moonlight 2466. Cuenta con 
3 pies y un nivel de burbuja para proporcionar un buen equilibrio.  
 
 
Figura 41. Trípode 
 
4.4.6. Ordenador Portátil 
 
 Se ha necesitado un ordenador portátil para almacenar toda la información 
del proyecto (videos, base de datos de la aplicación, capturas de pantalla de la 
aplicación y formularios). El modelo utilizado (Figura 42), ha sido el portátil HP 
Compaq Presario CQ70-115ES [Sup15]. Cuenta con un Procesador Intel 




Pentium T3200 Dual Core a 2 GHz. También posee una pantalla panorámica de 
17" WXGA+ de alta definición con tecnología BrightView (1440 x 900). 
Además tiene una memoria RAM de 3 GB. 
 
 




 El escenario físico donde se ha realizado el proyecto es el Centro de 
Recuperación de Personas con Discapacidad Física de Madrid (CRMF) 
[Crm15]. El CRMF es un centro de ámbito estatal gestionado por el Instituto de 
Mayores y Servicios Sociales (IMSERSO) dedicado a la prestación de un 
conjunto de servicios recuperadores de contenido médico-funcional, psico-social 
y de orientación y formación profesional ocupacional para personas con 
problemas físicos o sensoriales en edad laboral. Dichos servicios se ofrecen en 
régimen de internado, media pensión o ambulatorio, de acuerdo con las 
circunstancias personales y necesidades e intereses de las personas. Se nos 
facilitó una sala lo suficientemente grande, cómoda e iluminada para poder 
realizar sin problemas las sesiones con los usuarios.  
 
4.6. Características de Accesibilidad del proyecto 
 
 En este apartado se van a detallar las características de accesibilidad que 
se han tenido en cuenta en el proyecto. Para ello se hablará sobre las interfaces de 
la aplicación móvil que se ha usado en la evaluación y de los dispositivos que se 
han utilizado. 






Las características de accesibilidad han sido diseñadas de acuerdo al Libro 
Verde de la Accesibilidad [Sid15], que se ocupa de la difusión y el análisis de la 
accesibilidad y también proporciona buenas prácticas de la misma. Algunas de 
las características relacionadas con la accesibilidad de la aplicación son: 
 
 Bajo número de colores de alto contraste entre primer y segundo plano.  
 Tamaños de letra grande. 
 Interfaces sencillas. 
 Flujo sencillo de la aplicación, audio y transmisión del texto. 
 
La interfaz de la aplicación del móvil fue diseñada con el objetivo de 
facilitar la accesibilidad a las personas con problemas físicos y/o psíquicos. Este 
es un grupo de personas que suelen tener varios problemas unidos: baja visión, 
problemas de audición, temblores en las manos, pérdida de memoria, etc. Por lo 
tanto, la interfaz de usuario es configurable y los usuarios pueden seleccionar el 
nivel de brillo de la pantalla (bajo, medio o alto) y el nivel de volumen de los 
mensajes de guía (bajo, medio o alto). La aplicación recuerda la configuración 
durante la evaluación. 
 
La interfaz es sobria mostrando solamente lo indispensable (mensajes 
cortos de texto y botones) y los colores han sido elegidos de acuerdo con el Libro 
Verde de accesibilidad. Como se puede en la Figura 43, hay tres combinaciones 
de colores en la interfaz: (1) la pantalla con el fondo azul y con botones de fondo 
blanco, (2) la pantalla con el fondo negro y con botones de fondo blanco y (3) la 
pantalla con el fondo blanco y con botones de fondo blanco.  
 






Figura 43. Combinaciones de colores en la pantalla de selección de brillo 
 
 Esta aplicación tiene como principal ventaja que el usuario la puede 
modificar de acuerdo a sus necesidades ya que la interfaz es configurable. Como 
se puede ver en la Figura 43, el usuario puede escoger entre tres tonalidades de 
brillo (bajo, medio y alto). También puede seleccionar entre tres tipos de 
volumen (bajo, medio y alto). Además, puede elegir los dedos con los que va a 
realizar el proceso de reconocimiento de huella. Puede seleccionar entre 0 y 4 
dedos (dedo índice y corazón de ambas manos). Ambas configuraciones se puede 
ver en la Figura 44. 
 
 
Figura 44. Pantallas configuración aplicación 






 En nuestra evaluación contamos con dos dispositivos: un dispositivo 
móvil y  un dispositivo biométrico. 
 
  Ambos dispositivos ofrecen un alto grado de portabilidad. Tanto el 
dispositivo móvil como el biométrico pueden ser ejecutados sin problemas con 
otros dispositivos diferentes. También ofrecen un alto grado de ergonomía que 




 Adicionalmente, para obtener unas características y unos resultados, se 
precisaba de ellos una serie de datos. Todo ello se ha conseguido a través de la 
cumplimentación por parte de los usuarios de 3 documentos: un formulario 




 Los formularios han sido de vital importancia para poder obtener una serie 
de información valiosa de la evaluación. Para ello se les formulaba una serie de 
preguntas a los usuarios: sobre sus datos personales y opinión, que han 
contestado con total libertad. Se les facilitaba 2 formularios a los usuarios: 
formulario previo y final. 
 
4.7.1.1. Formulario previo 
 
 El objetivo del formulario previo es conocer al usuario teniendo una visión 
más detallada de sus datos personales y su primera impresión sobre los 
dispositivos a evaluar. Para ello se les han realizado una serie de cuestiones para 
obtener las características de cada usuario. Además, se les han realizado una serie 




de preguntas para saber su opinión previa sobre los dispositivos a evaluar. Se 
puede ver un formulario previo rellenado por un usuario que participó en la 
evaluación en el Anexo 1. 
 
4.7.1.2. Formulario final 
  
El objetivo del formulario final es conocer la opinión del usuario sobre los 
dispositivos a evaluar después de haber realizado ambas sesiones donde el 
usuario ha interactuado con la aplicación móvil. Para ello se les han realizado 
una serie de cuestiones para obtener el grado de satisfacción sobre los 
dispositivos. Se puede ver un formulario final rellenado por un usuario que 
participó en la evaluación en el Anexo 2. 
 
4.7.2. Documento Aceptación 
 
 El objetivo del documento de conformidad es informar al usuario sobre el 
proceso y del uso de sus datos sobre él mismo. En primer lugar, se muestra una 
introducción en la que se aclara los objetivos de la evaluación. Además, se 
explica que la participación en el proceso no entraña ningún riesgo ni causa 
daños físicos a la persona. Posteriormente se detalla el proceso donde se 
especifica al usuario que el proceso consta de 2 sesiones, aclarando cada fase de 
la sesión, separadas entre ellas por al menos una semana. También se señala que 
el tiempo por sesión es alrededor de unos 20 minutos dependiendo del usuario. 
Después, se puntualiza donde se han guardado los datos personales recogidos de 
cada usuario y con qué propósito. Por último, se explica la confidencialidad de 
los datos personales que han sido guardados según la Ley Orgánica de Protección 
de Datos (LOPD). Para que el usuario haya podido realizar la evaluación era 
necesario que firmase este documento ya que daba su consentimiento para el uso 
y proceso de sus datos personales. Se puede ver un formulario final rellenado por 
un usuario aleatorio que participó en la evaluación en el Anexo 3. 


























En este apartado se incluyen los experimentos realizados en el proyecto y 
también los problemas surgidos durante la evaluación.  A su vez, se van a 
explicar los resultados obtenidos y se van a contrastar de forma que lleguemos a 
una conclusión sobre la accesibilidad y usabilidad que ofrecen estos dispositivos 
en el capítulo 6. 
 






Esta parte incluye los resultados que se han obtenido en los experimentos 
desarrollados durante el proyecto que se ha llevado a cabo. Los resultados se 
pueden dividir en tres grupos diferenciados: resultados de accesibilidad, 
resultados de usabilidad y resultados del rendimiento. Además, cada tipo de 
resultado está separado según el tipo de usuario: usuarios del CRMF (con 
problemas de accesibilidad) y usuarios que no son del CRMF (sin problemas de 
accesibilidad). Así podremos ver los resultados obtenidos por separado y realizar 
una comparación entre ambos grupos. 
 
5.2. Experimentos sobre la Accesibilidad  
 
En este apartado se va a detallar los experimentos con respecto a la parte 
que aplica a la accesibilidad. Además, se muestran los resultados obtenidos. 
 
5.2.1. Evaluación de Accesibilidad 
  
 Como se ha mencionado anteriormente, el diseño de la interfaz se ha 
realizado acorde al Libro Verde de la Accesibilidad. Sin embargo, no hay un 
estándar que defina cómo evaluar la accesibilidad de un sistema biométrico. 
Únicamente existe la norma EN 301 549, aunque sólo se centra en interfaces y 
hay partes de la biometría que no están contempladas. Por lo tanto, los resultados 
de accesibilidad van en función del número de personas que han podido terminar 
el experimento. Lo vamos a definir como: 
 
 El % de usuarios que han podido utilizar el sistema.  
 El % de usuarios que han podido utilizar el sistema con algunos 
problemas.  
 El % de usuarios que no han podido utilizar el sistema. 




5.2.2. Resultados de Accesibilidad  
 
Los resultados de accesibilidad obtenidos están separados según el tipo de 
usuario: usuarios del CRMF (con problemas de accesibilidad) y usuarios que no 
son del CRMF (sin problemas de accesibilidad). 
 
5.2.2.1. Resultados de Accesibilidad para usuarios CRMF 
 
Hubo 12 usuarios (54,55%) que pudieron realizar el proceso sin ningún 
tipo de problema, 9 usuarios (40,91%) pudieron hacer el experimento pero con 
algún problema y 1 usuario (4,55%) no pudo finalizar el proceso (Figura 45). 
 
Con relación al usuario que no pudo finalizar el proceso, era un varón que 
se encontraba en el intervalo de edad de 18-30 años. Contaba con problemas de 
movilidad en las piernas por lo que tenía que desplazarse en silla de ruedas. 
También tenía movilidad reducida en los brazos y en las manos. El usuario tuvo 
que ser ayudado en todo momento ya que tenía problemas psíquicos. No pudo 
pasar de la fase de entrenamiento. El usuario tuvo que ser ayudado para intentar 
situar alguno de los dedos en el sensor de la huella. Sin embargo, el sensor no 
reconocía correctamente el dedo del usuario ya que no podía colocarlo de una 
forma correcta por su problema de atrofia en los dedos. Tampoco podía realizar 
el proceso de la firma ya que no podía sostener entre sus dedos el stylus del 
móvil. Se tuvo que rechazar al usuario al no poder realizar el proceso con 
ninguna de las dos modalidades biométricas. 
 
 


















 Al finalizar la evaluación, se les preguntó a los usuarios si habían tenido 
algún tipo de problema para realizar el proceso. Hubo un total de 9 usuarios que 
tuvieron algún tipo de problema (Figura 46): 
 
 
Figura 46. Dificultad para terminar el proceso usuarios del CRMF 
 
Hubo 3 usuarios que tuvieron otros motivos: 
 2 usuarios contestaron que tuvieron problemas con el reconocimiento 
de la huella. 
 1 usuario contestó que al principio tuvo problemas al introducir los 
datos personales. 
 
5.2.2.2. Resultados de Accesibilidad para usuarios no CRMF 
 
Hubo 12 usuarios (100%) que pudieron realizar el proceso sin ningún tipo 
de problema (Figura 47).  
 
 































5.3. Experimentos sobre la Usabilidad 
 
En este apartado se va a especificar como se han realizado los 
experimentos con respecto a la parte que aplica a la usabilidad. Además, se 
muestran los resultados obtenidos. 
 
5.3.1. Evaluación de Usabilidad 
 
 Las pruebas realizadas siguen la definición de la usabilidad según la 
norma ISO 9241-11, donde los parámetros efectividad, eficiencia y satisfacción 
se definen de la siguiente manera: 
 
 Efectividad: Es la medida de lo bien que un usuario puede realizar una 
tarea. Aplicando esta definición al experimento, la efectividad es la 
proporción de compras finalizadas correctamente dividido por la 
cantidad total de compras. Adicionalmente, se facilitan los resultados 
diferenciados por el tipo de modalidad. 
 Eficiencia: Es la medida de lo rápido que un usuario puede llevar a 
cabo una tarea. Aplicando esta definición al proceso, este coeficiente se 
calcula a través del tiempo medio que han tardado los usuarios en 
completar las sesiones.  
 Satisfacción: Es la experiencia del usuario en el experimento. 
Aplicando esta definición al proceso, se mide a través de los 
formularios de satisfacción, las notas tomadas y los videos.  
 
5.3.2. Resultados de Usabilidad  
 
Los resultados de usabilidad obtenidos están separados por tipo de 
usuario. 
 




5.3.2.1. Resultados de Usabilidad para usuarios CRMF 
 





Se puede observar en la Tabla 1 y en la Figura 48 los resultados de 
efectividad de las compras en los usuarios CRMF: 
 




Compras finalizadas correctamente 98,63% 
Compras realizadas con huella 54,79% 
Compras realizadas con firma 43,84% 
Errores en las compras con huella 1,37% 
Errores en las compras con firma 0,00% 
 
 























 La Figura 49 muestra el tiempo que ha empleado cada usuario evaluado en 
cada una de las sesiones. En la sesión 1 se ha tenido en cuenta el tiempo que ha 
usado cada usuario desde que comienza el entrenamiento hasta que realiza los 
dos compras (entrenamiento, reclutamiento, captura de muestras y compras). En 
la sesión 2 se ha tenido en cuenta el tiempo que ha utilizado el usuario en realizar 
la captura de muestras y las 2 compras.  
 
 
Figura 49. Tiempos por usuario CRMF 
 
Entrando en detalle en los tiempos utilizados en la sesión 1 (Figura 50) y 
sesión 2 (Figura 52), y el tiempo medio por fase en la sesión 1 (Figura 51) y 
sesión 2 (Figura 53): 
 










































































Figura 51. Tiempo medio por fase en la sesión 1 CRMF 
 
Figura 52. Tiempos por fase en la sesión 2 CRMF 
 
Figura 53. Tiempo medio por fase en la sesión 2 CRMF 
 



















































Figura 54. Comparativa de captura de muestras entre sesiones CRMF 
 
Con relación al tiempo usado en las compras (Figura 55): 
 
 




Teniendo en cuenta en un intervalo de valores que 0 es muy incómodo y 5 
muy cómodo, esta ha sido la opinión de los usuarios con respecto a la comodidad 
















Captura Muestras Datos Sesión 1


















Figura 56. Comodidad de la huella CRMF 
 
 
Figura 57. Comodidad de la firma CRMF 
 
Teniendo en cuenta en un intervalo de valores que 0 es muy corto y 5 muy 
largo, estas fueron las respuestas de los usuarios con respecto al tiempo de 
captura del sensor de huella (Figura 58) y la firma (Figura 59): 
 




































































Figura 59. Tiempo de la firma CRMF 
 
Con respecto a si utilizarían la biometría para desbloquear su móvil y/u 
ordenador (Figura 60): 
 
 
Figura 60. Uso de la biometría para desbloquear móvil/ordenador CRMF 
 
3 usuarios no la utilizarían por otros motivos. Entrando más en detalle 
sobre los motivos: 
 
 1 usuario no la usaría porque solo lo podría usar el. 
 2 usuarios no la usarían por problemas de equilibrio. 
 
Estas fueron las respuestas de los usuarios a si utilizarían la biometría para 















































Figura 61. Uso de la biometría para realizar pagos CRMF 
 
Estos son los resultados sobre la preferencia modal después del 
experimento (Figura 62): 
 
 
Figura 62. Preferencia modal CRMF 
 
5.3.2.2. Resultados de Usabilidad para usuarios no CRMF 
 
Los resultados de los usuarios que no eran del CRMF están divididos por 




Se puede ver en la Tabla 2 y en la Figura 63 que se han realizado un 100% 



































un 58,70% se realizaron a través de la modalidad biométrica de la huella y un 
41,30% a través de la modalidad biométrica de la firma. 
 




Compras finalizadas correctamente 100,00% 
Compras realizadas con huella 58,70% 
Compras realizadas con firma 41,30% 
Errores en las compras con huella 0,00% 
Errores en las compras con firma 0,00% 
 
 




La Figura 64 muestra el tiempo que ha empleado cada usuario evaluado en 
cada una de las sesiones. En este caso, solo se han tenido en cuenta los tiempos 
para 7 de los 12 usuarios que han participado ya que de 5 de ellos no se han 
podido tener grabaciones para poder medir los tiempos por sesión. Las 





















Figura 64. Tiempos por usuario no CRMF 
 
Entrando en detalle en los tiempos utilizados en la sesión 1 (Figura 65) y 
sesión 2 (Figura 67), y el tiempo medio por fase en la sesión 1 (Figura 66) y 
sesión 2 (Figura 68): 
 
 
Figura 65. Tiempos por fase en la sesión 1 no CRMF 
 
 
Figura 66. Tiempo medio por fase en la sesión 1 no CRMF 
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Figura 67. Tiempos por fase en la sesión 2 no CRMF 
 
 
Figura 68. Tiempo medio por fase en la sesión 2 no CRMF 
 
Haciendo una comparativa de tiempos sobre las dos sesiones (Figura 69): 
 







































Captura Muestras Datos Sesión 1
Captura Muestras Datos Sesión 2




Con relación al tiempo usado en las compras (Figura 70): 
 
 




Respecto a la comodidad de las dos modalidades en el proceso, esta es la 
opinión de los usuarios con respecto a la comodidad del sensor de huella (Figura 
71) y la firma (Figura 72): 
 
Figura 71. Comodidad de la huella no CRMF 
 





















































Estas son las respuestas de los usuarios con respecto al tiempo de captura 
del sensor de huella (Figura 73) y la firma (Figura 74): 
 
Figura 73. Tiempo de la huella no CRMF 
 
Figura 74. Tiempo de la firma no CRMF 
 
Con respecto a si utilizarían la biometría para desbloquear su móvil y/u 
ordenador (Figura 75): 
 






















































Estas fueron las respuestas de los usuarios a si utilizarían la biometría para 
realizar pagos y/o retirar dinero de un cajero (Figura 76): 
 
Figura 76. Uso de la biometría para realizar pagos no CMRF 
 
Los resultados sobre la preferencia modal después del experimento 
(Figura 77) son los siguientes: 
 
Figura 77. Preferencia modal no CRMF 
 
5.4. Experimentos sobre el Rendimiento 
 
En este apartado se va a explicar cómo se han realizado los experimentos 

































5.4.1. Evaluación de Rendimiento 
 
El análisis de rendimiento se hace para obtener las tasas de error para 
ambas modalidades biométricas una vez terminada la evaluación. Además, se 
han dividido los resultados de rendimiento por sesiones para analizar la 
evolución del usuario y estudiar las diferencias entre ambas sesiones. Hemos 
utilizado la FRR y la FAR para obtener los resultados de rendimiento. 
Representamos los resultados con el EER, es decir, donde el valor de la FRR y la 
FAR son iguales.  
 
5.4.1.1. Rendimiento en huella 
 
Se obtiene la FRR de las huellas de ambas sesiones realizando la 
comparación de cada una de las 5 muestras de huellas genuinas con los patrones 
de huella guardados en el reclutamiento, y haciendo esto con cada uno de los 
usuarios inscritos en el sistema. El FAR se obtiene mediante la comparación de 
los patrones de huella guardada en el reclutamiento de cada usuario con el 
conjunto de 5 huellas de todos los demás usuarios que se consideran como 
impostores. 
 
5.4.1.2. Rendimiento en firma 
 
Se obtiene la FRR de las firmas de ambas sesiones realizando la 
comparación de cada una de las 10 muestras de firmas genuinas con los patrones 
de firma guardados en el reclutamiento, y haciendo esto con cada uno de los 
usuarios inscritos en el sistema. El FAR se obtiene mediante la comparación de 
los patrones de firma guardados en el reclutamiento de cada usuario con el 
conjunto de 10 firmas de los otros usuarios que se consideran como impostores.  
 




5.4.2. Resultados de Rendimiento  
 
Los resultados de rendimiento obtenidos están separados según el tipo de 
usuario. En los resultados de rendimiento se han obtenido los valores de la EER.  
 
5.4.2.1. Resultados de Rendimiento para usuarios CRMF 
  
En la Figura 78 se puede ver los diferentes valores que van tomando la 
FAR y la FRR para la huella. En el eje horizontal están los valores de la FAR 
mientras que en el eje vertical se detallan los valores de 1 - FRR. Para los 
usuarios del CRMF en la sesión 1 (crmfV1), la EER se obtiene cuando el eje 
horizontal (FAR) alcance el valor del 27,53% y el eje vertical (1 - FRR) alcance 
el valor de 72,47% (1 – 27,53%) (Tabla 3). Para los usuarios del CRMF en la 
sesión 2 (crmfV2), la EER se obtiene cuando el eje horizontal (FAR) alcance el 
valor de 29,84% y el eje vertical (1 - FRR) alcance el valor de 70,16% (1 – 
29,84%). 
 
Para los usuarios del CRMF en la sesión 1 (crmfV1), la EER se obtiene 
cuando la FAR alcance el valor de 1,36% y 1 - FRR alcance el valor de 98,64% 
(Figura 79). Para los usuarios del CRMF en la sesión 2 (crmfV2), la EER se 
obtiene cuando la FAR alcance el valor de 3,29% y 1 - FRR alcance el valor de 
96,71%. 
 
Tabla 3. Resultados de rendimiento CRMF 
Modalidad EER_crmf_visita1 EER_crmf_visita2 
Huella 27.53% 29.84% 
Firma 1.36% 3.29% 
 





Figura 78. Curva ROC de la Huella 
 
5.4.2.2. Resultados de Rendimiento para usuarios no CRMF 
 
Con relación a los usuarios que no son del CRMF en la sesión 1 
(NOcrmfV1), la EER se obtiene cuando la FAR = 20,50% y 1 - FRR sea igual a 
79,50% (Figura 78) para la huella. Para la firma se obtiene cuando la FAR = 
5,34% y 1 – FRR = 94,66% (Figura 79). Para los usuarios que no son del CRMF 
en la sesión 2 (NOcrmfV2), la EER se obtiene cuando la FAR = 27,18% y 1 - 
FRR = 72,82% para la huella. Para la firma se obtiene cuando la FAR = 1,53% y 
1 – FRR = 98,47% (Tabla 4). 
 
Tabla 4. Resultados de rendimiento no CRMF 
Modalidad EER_NOcrmf_visita1 EER_NOcrmf_visita2 
Huella 20.50% 27.18% 
Firma 5.34% 1.53% 
 



































































En este capítulo se detallan las conclusiones que se han sacado a través de 
los resultados obtenidos en el proyecto y se comentan futuras mejoras posibles 
que hemos manejado. 
 
 






En las conclusiones se realiza un repaso de los resultados obtenidos y 
analizados por tipo de usuario. Después se comparan los diferentes resultados 
viendo cómo pueden influir unos en otros y analizando las diferencias entre los 




En este experimento se ha comprobado cómo era de accesible la 
aplicación para personas con problemas de accesibilidad. Hay que aclarar que se 
ha contado con un volumen de usuarios bastante pequeño tanto para la parte de 
usuarios del CRMF como los que no eran del CRMF, lo que ha hecho difícil 
obtener resultados concluyentes. Es muy importante esclarecer que el 
experimento ha sido realizado a usuarios que se han presentado voluntarios, por 
lo que hacía más difícil encontrarlos. Además, un volumen considerable de 
posibles candidatos no quiso participar por la desconfianza que les daba 
proporcionar sus datos personales. La unión de estos factores ha contribuido a 
que el volumen de usuarios que han participado sea tan bajo. 
 
6.2.1. Usuarios CRMF/No CRMF 
 
 Con respecto a los usuarios del CRMF, la mitad de los participantes 
pudieron realizar el experimento sin ningún tipo de problema, mientras que la 
otra mitad tuvo algún problema o no pudieron finalizar el proceso (Figura 45). 
Únicamente 1 usuario no terminó. El usuario tenía una movilidad muy reducida 
en ambos brazos y manos por lo que hizo imposible su participación. Los 
usuarios que tuvieron algún tipo de problema con la aplicación tenían algún tipo 
de problema en los brazos y/o manos. 
 




Con respecto a los usuarios que no eran del CRMF, la totalidad de los 
usuarios pudieron realizar sin problemas el experimento (Figura 47). La mayoría 
de usuarios comprendían un intervalo de edad joven, con conocimientos de las 
nuevas tecnologías y sin problemas de movilidad en los brazos. Había unos 
pocos usuarios que comprendían una edad más avanzada, lo que podía traducirse 
en un riesgo más grande por posibles problemas de movilidad en brazos y/o 
manos. Sin embargo, no hubo ningún tipo de problema al respecto y realizaron el 




Además, se han obtenido una serie de conclusiones a través de los 
resultados sobre la accesibilidad del sistema: 
 
 Interfaces de la aplicación: Los usuarios se manejaban con soltura sin 
ayuda gracias a la sencillez de las interfaces y la ayuda de los mensajes 
de audio. Lo más destacado es que la interfaz es configurable, lo que 
hizo que todos los usuarios pudiesen configurar la aplicación a su gusto 
para hacer más sencillo su uso. Algún detalle negativo a tener en cuenta 
puede ser el posible camuflaje por coincidencia de colores en la interfaz 
como se puede ver en la  Figura 43 con el botón del mensaje de audio. 
 Dispositivos: Es un acierto el uso de un terminal móvil cómo medio 
para realizar el experimento ya que todos los usuarios tenían 
conocimiento de la tecnología por su uso cotidiano lo que hacía que 
fuese más accesible. El sensor de huella ha mostrado unos resultados de 
ergonomía positivos, aunque también ha causado dificultades para 
usuarios con problemas en los dedos. La tecnología NFC utilizada en la 
tarjeta Mifare ha provocado algún inconveniente en las compras. Los 
usuarios han necesitado ayuda ya que no encontraban con facilidad el 
punto donde conectaban el terminal móvil y la tarjeta. 
 






Comparando los resultados obtenidos de los usuarios del CRMF con 
respecto a los usuarios que no son del CRMF, es evidente que los resultados 
difieren considerablemente. Los usuarios del CRMF contaban con problemas de 
accesibilidad con lo cual partían de antemano con mayor probabilidad de tener 




 Los resultados de la usabilidad se han analizado con tres parámetros: 
Efectividad, Eficiencia y Satisfacción. Se va a detallar las conclusiones de la 
misma manera. Además, se va a ver cómo influyen unos parámetros en otros en 
los resultados obtenidos. 
 
 6.3.1. Efectividad 
 
Los resultados de la efectividad se han obtenido a través de la proporción 
de compras finalizadas correctamente dividido por la cantidad total de compras.  
 
6.3.1.1. Usuarios CRMF/No CRMF 
 
 
Con respecto a los resultados obtenidos sobre los usuarios del CRMF, han 
sido bastante positivos ya que el porcentaje de compras realizadas 
satisfactoriamente ha sido de 98,63% (Tabla 1). Al tratarse de un volumen bajo 
de usuarios puede no ser una muestra suficientemente grande para sacar 
conclusiones definitivas pero es una buena base para analizar. Los errores 
obtenidos en las compras han sido todos sobre la modalidad de la huella, por lo 
que reafirma que los usuarios tenían más soltura al usar la firma por la práctica 
de la firma en papel. 
  




Con respecto a los resultados sobre los usuarios que no eran del CRMF, 
han sido muy positivos ya que el porcentaje de compras realizadas 
satisfactoriamente ha sido del 100% (Tabla 2). Al igual que con los usuarios del 
CRMF, al tratarse de un volumen bastante bajo de usuarios puede no ser una 




Comparando los resultados obtenidos de los usuarios del CRMF con 
respecto a los usuarios que no son del CRMF, no hay mucha varianza entre unos 
y otros ya que apenas hubo fallos en las compras por parte de los usuarios del 
CRMF. Por tanto, los resultados de efectividad son muy parejos entre ambos 




Los resultados de la eficiencia se han obtenido a través del tiempo medio 
que han tardado los usuarios en completar las sesiones. Se han medido 
adicionalmente los tiempos por fase y se ha comparado entre las sesiones 1 y 2 
para ver la evolución de los usuarios en el proceso. 
 
6.3.2.1. Usuarios CRMF/No CRMF 
 
Con relación a los usuarios del CRMF, el tiempo utilizado para la captura 
de muestras en la sesión 1 ha sido menor con respecto a la sesión 2 (Figura 54), 
esto puede tener varias lecturas: 
 
 En la sesión 1 los usuarios ya habían practicado en el entrenamiento y 
posteriormente en el reclutamiento por lo que en la captura de muestras 
ya contaban con más soltura para colocar la huella y realizar la firma. 
Sin embargo, en la sesión 2 los usuarios pasaban directamente a la parte 
de captura de muestras.  




 El factor de que entre las sesiones tenía que haber al menos una semana 
de distancia pudo provocar que los usuarios hubiesen perdido la soltura 
para colocar la huella y realizar la firma. 
 Otra lectura podría ser que el volumen de usuarios ha sido bajo por lo 
que un volumen mayor de usuarios podría propiciar que el tiempo de 
captura en la segunda sesión disminuyese con respecto a la primera 
sesión.  
 
Con respecto a las compras, el tiempo utilizado en la segunda sesión es 
menor al usado en la primera sesión (Figura 55). Esto tiene sentido ya que los 
usuarios ya han pasado en ambas sesiones por la fase de la captura de muestras, 
pero sin embargo los usuarios ya tenían más soltura al conocer el procedimiento 
de las compras.  
 
Con respecto a los usuarios que no eran del CRMF, al igual que los 
usuarios del CRMF el tiempo utilizado para la captura de muestras en la sesión 1 
ha sido menor con respecto a la sesión 2 (Figura 69), esto puede tener las mismas 
lecturas comentadas antes. Con respecto a las compras, al igual que los usuarios 
del CRMF el tiempo utilizado en la segunda sesión es menor al usado en la 




Realizando una comparativa entre los resultados obtenidos de los usuarios 
del CRMF con respecto a los usuarios que no son del CRMF, viendo los tiempos 
medios utilizados por los usuarios del CRMF en la sesión 1 (Figura 51) con 
respecto a los usuarios que no eran del CRMF (Figura 66), los usuarios con 
problemas de accesibilidad han necesitado más tiempo en cada fase de la sesión. 
Con respecto a la sesión 2, viendo los tiempos medios usados por los usuarios del 
CRMF (Figura 53) con respecto a los usuarios que no son del CRMF (Figura 68) 
se obtiene la misma conclusión que en la sesión 1. Por lo que se ve que los 




usuarios con problemas de accesibilidad necesitan más tiempo para realizar el 




Los resultados de satisfacción se han obtenido a través de los formularios 
de satisfacción, las notas tomadas y los videos. Se han sacado conclusiones sobre 
la satisfacción de los usuarios a través de la comodidad y tiempos empleados en 
utilizar la aplicación. 
 
6.3.3.1. Usuarios CRMF/No CRMF 
 
Con relación a los usuarios del CRMF, salvo por un usuario la mayoría 
han tenido una experiencia positiva con respecto a la comodidad de la huella 
(Figura 56). Dicho usuario que valoró negativamente la comodidad del sensor 
tenía problemas de excesiva sudoración y atrofia en los dedos. Esto provocó en la 
evaluación un problema ya que no podía colocar de una forma correcta los dedos 
en el sensor y además al sudarle tanto los dedos se escurría el dedo por el sensor 
por lo que devolvía en muchas ocasiones una señal defectuosa. Esto ha afectado 
en un resultado de satisfacción negativo.  
 
Respecto a la comodidad de la firma, hay más variedad de resultados 
aunque con una tendencia positiva como con el sensor (Figura 57). A la mayoría 
le ha parecido muy cómodo firmar en el dispositivo móvil. Sin embargo, hay dos 
usuarios que no les ha parecido cómodo. Esto ha podido ser debido a la 
costumbre del uso de la firma en papel y el cambio al móvil.  
 
Con respecto a los tiempos en el reconocimiento de huella (Figura 58) y 
de firma (Figura 59), los resultados en ambas modalidades han sido bastante 
parejos, mucha variedad de opiniones pero con una tendencia negativa. Estos 
resultados pueden ser debidos a dos sensaciones obtenidas en la evaluación: 




 Los usuarios esperaban una respuesta más rápida de los 
reconocimientos modales al tratarse de una nueva tecnología, por lo que 
tenían una expectativa mayor a la realidad. 
 Los patrones guardados en el reclutamiento pudieron ser de una mala 
calidad. 
  
Con relación a si los usuarios utilizarían la biometría para el desbloqueo 
del ordenador o móvil (Figura 60) y para realizar pagos (Figura 61), la mayoría si 
la usaría. Una minoría no la usaría para realizar pagos por inseguridad. Esto 
muestra un nivel de incertidumbre en algunos usuarios aun habiendo realizado el 
experimento. Viendo las respuestas de los usuarios antes de comenzar el 
experimento (Figura 23) (Figura 24) se puede decir que se han obtenido mejores 
resultados. Con respecto a la preferencia modal, está repartida la gente que 
prefiere la huella con respecto a los que prefieren usar la firma (Figura 62). Si se 
ven las respuestas obtenidas antes de realizar el experimento (Figura 22), los 
resultados son idénticos a los obtenidos después del experimento. Esto puede 
deberse a que la experiencia de la evaluación no ha cambiado la opinión previa 
sobre las modalidades salvo en algunos casos que han propiciado el cambio de 
opinión para un lado o para otro. 
 
Con relación a los usuarios que no eran del CRMF, todos los usuarios han 
tenido una experiencia positiva con respecto a la comodidad de la huella (Figura 
71). Esto puede ser debido a que ningún usuario tenía problemas en los dedos. 
Respecto a la comodidad de la firma, hay más variedad de resultados aunque con 
una tendencia positiva como con el sensor de huella (Figura 72). A la mitad de 
los usuarios les ha parecido muy cómodo firmar en el dispositivo móvil. Sin 
embargo, a la otra mitad de usuarios les ha parecido normal la comodidad. Esto 
ha podido ser debido a la costumbre del uso de la firma en papel y el cambio al 
móvil. Con respecto a los tiempos en el reconocimiento de huella (Figura 73) y 
de firma (Figura 74), la diversidad de opiniones de los usuarios. Los tiempos de 
huella tienen una tendencia positiva mientras que en los tiempos de firma se han 




obtenido resultados parejos. Esto puede ser debido a que los usuarios no tuvieron 
muchos intentos en la evaluación. 
 
Con relación a si los usuarios utilizarían la biometría para el desbloqueo 
del ordenador o móvil (Figura 75) y para realizar pagos (Figura 76), la mayoría si 
la usaría. Sólo un usuario no la usaría para realizar pagos ni para desbloquear el 
ordenador o móvil por inseguridad. Esto muestra un nivel de confianza alto en la 
biometría por parte de los usuarios sin problemas de accesibilidad. Viendo las 
respuestas de los usuarios antes de comenzar el experimento (Figura 33) (Figura 
34), se puede decir que se han obtenido mejores resultados tras el experimento. 
Con respecto a la preferencia modal, los usuarios tienen una paridad sobre la 
preferencia modal (Figura 77). La mayoría de los usuarios prefieren el uso de la 
huella frente a la firma. Comparando las respuestas de los usuarios antes de la 
evaluación (Figura 32), los resultados son idénticos a los obtenidos después del 
experimento. Esto puede deberse a que la experiencia en el proceso no ha 
cambiado la opinión previa sobre las modalidades salvo en algunos casos para un 




Realizando una comparativa entre los resultados obtenidos de los usuarios 
del CRMF con respecto a los usuarios que no son del CRMF, se puede ver que el 
grado de satisfacción ha sido mayor en los usuarios que no eran del CRMF. Esto 
puede ser debido a que los usuarios del CRMF tuvieron más dificultad en el uso 
de los dispositivos, además de tener una mayor desconfianza en las nuevas 
tecnologías. También se puede ver reflejado esto en la preferencia modal, ya que 
para los usuarios que eran del CRMF han tenido una mayor afinidad a la firma 
frente a la huella con respecto a los usuarios que no eran del CRMF que tenían 
una clara preferencia sobre la huella. 






Los resultados del rendimiento se han obtenido a través de los algoritmos 
utilizados en el experimento. Los resultados obtenidos no se ajustan al estado 
actual de la tecnología donde el reconocimiento de huellas digitales es muy fiable 
[And04] y el reconocimiento de firma manuscrita no devuelve tan buenos 
resultados como en este experimento [BSM14]. El rendimiento ha sido mucho 
mejor en la modalidad de la firma con respecto a la huella (Tabla 3) (Tabla 4). 
Las razones más plausibles de estos resultados son: 
 
 El uso de la huella dactilar es relativamente actual con respecto a la 
firma. Los usuarios generalmente están acostumbrados a firmar 
documentos y no a colocar la huella dactilar en dispositivos 
biométricos, de modo que la falta de práctica puede propiciar los malos 
resultados. 
 Es evidente que el volumen de muestras para los dos tipos de usuarios 
no es suficientemente significativo por lo que los resultados podrían 
estar desvirtuados con respecto a la realidad. Un volumen mucho mayor 
podría haber determinado otros resultados más concluyentes. 
 Los inconvenientes iniciales al firmar en un dispositivo móvil con un 
lápiz se superaron en la fase de entrenamiento. Por lo tanto, cuando los 
usuarios comenzaron el reclutamiento ya estaban acostumbrados al 
dispositivo. 
 
También se puede apreciar que empeora el rendimiento de la primera 
sesión con respecto a la segunda sesión en ambas modalidades en los usuarios del 
CRMF. Sin embargo, para los usuarios que no eran del CRMF ocurre lo contrario 
con la modalidad de la firma ya que mejoran los resultados en la segunda sesión. 
Los resultados de la huella empeoran en los usuarios que no eran del CRMF. 
Todo esto sugiere que las personas con problemas de accesibilidad necesitan más 




sesiones para utilizar la biometría de una forma más certera a diferencia de los 
usuarios que no tienen problemas de accesibilidad. 
 
6.5. Líneas futuras 
 
Hubo un usuario que intentó realizar el experimento y no pudo por sus 
problemas de movilidad reducida. Le era imposible colocar correctamente el 
dedo en el sensor de huella y poder coger el lápiz para realizar la firma. A partir 
de esto se puede barajar la posibilidad de añadir otras modalidades biométricas 
para poder ampliar el conjunto de usuarios con problemas de accesibilidad que 
pudiesen utilizar la aplicación. Entre las diferentes modalidades biométricas 
contempladas el reconocimiento facial podría ser la más recomendada porque se 
obtiene de una forma sencilla (a través de una foto) y económica (los terminales 
móviles cuentan con cámara). El funcionamiento debería ser lo más sencillo 
posible para facilitar su uso a los usuarios ya que cuentan con problemas de 
movilidad reducida que nos les permite usar las modalidades de la huella y la 
firma. Para el reconocimiento facial sería necesaria la obtención de fotos de la 
cara del usuario, por lo que es necesario que el terminal tuviese cámara.  
 
Una posible línea futura podría ser dar la posibilidad de borrar una 
muestra al usuario en el reclutamiento para mejorar los resultados. Esta opción se 
ha barajado ya que algún usuario ha tenido problemas de sudoración y le 
resbalaba el dedo al colocarlo en el sensor obteniéndose una muestra de mala 
calidad. 
 
Otra alternativa podría ser la implementación del experimento en 
dispositivos Wearables [Wea15]. Un complemento sencillo cómo podría ser una 
pulsera se puede interactuar con los demás dispositivos de una manera simple a 
través de la tecnología inalámbrica. 
 




La instalación en cajeros también podría ser una línea futura. Se podrían 
realizar operaciones bancarias a través de la biometría sustituyendo el uso del 
código pin.  
 
El uso de la tecnología inalámbrica Bluetooth [Blu15] es otra opción que 
se ha valorado a partir de los problemas que han tenido algunos de los usuarios 
con la tecnología NFC. 


























El presupuesto total de este proyecto asciende a la cantidad de 25.588 EUROS.  
 
Leganés a 23 de Octubre de 2015  
El ingeniero proyectista  
 



























































Anexo 1. Formulario Previo 
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