Information System for a Learning Center by Chmel, Marek
VYSOKÉ UČENÍ TECHNICKÉ V BRNĚ 
BRNO UNIVERSITY OF TECHNOLOGY 
FAKULTA PODNIKATELSKÁ 
ÚSTAV  MANAGEMENTU 
FACULTY OF BUSINESS AND MANAGEMENT 
INSTITUT OF MANAGEMENT 
 
  
INFORMAČNÍ SYSTÉM ŠKOLÍCÍHO CENTRA 
LEARNING CENTER INFORMATION SYSTEM 
DIPLOMOVÁ PRÁCE 
MASTER’S THESIS 
AUTOR PRÁCE   Bc. MAREK CHMEL 
AUTHOR 
VEDOUCÍ PRÁCE  doc. Ing. MILOŠ KOCH, CSc. 
SUPERVISOR 
 
 
 
 
 
 
 
 
BRNO 2009 
2 | S t r á n k a  
 
ZADÁNÍ DIPLOMOVÉ 
PRÁCE 
 
 
  Chmel Marek, Bc.   
 
Řízení a ekonomika podniku 
(6208T097) 
 
 
 
Ředitel ústavu Vám v souladu se zákonem č.111/1998 o vysokých školách, Studijním a 
zkušebním řádem VUT v Brně a Směrnicí děkana pro realizaci bakalářských a 
magisterských studijních programů zadává diplomovou práci s názvem: 
 
Informační systém pro školící 
centrum 
 
v anglickém 
jazyce: 
 
Information System for a Learning 
Center 
 
Pokyny pro vypracování 
 
Úvod 
Vymezení problému, cíle práce a metody zpracování 
Teoretická východiska práce 
Analýza problému a současné situace 
Vlastní návrhy řešení, přínos (efektivnost) návrhů řešení 
Závěr 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Podle § 60 zákona č. 121/2000 Sb. (autorský zákon) v platném znění, je tato práce "Školním dílem". Využití 
této práce se řídí právním režimem autorského zákona. Citace povoluje Fakulta podnikatelská Vysokého učení 
technického v Brně. Podmínkou externího využití této práce je uzavření "Licenční smlouvy" dle autorského 
zákona. 
3 | S t r á n k a  
Seznam odborné literatury: 
GILMORE, W. Jason. Beginning PHP and MySQL: From Novice to Professional, Third Edition. 
Apress, 2008. 1080 s. ISBN 978-1590598627. 
THOMPSON , Edward Lecky, EIDE-GOODMAN , Heow , NOWICKI , Steven D. Professional 
PHP5. Wrox Publishing, 2004. 622 s. 978-0764572821. 
COGGESHALL , John . PHP 5 Unleashed. Sams, 2005. 840 s. ISBN 978-0672325113. KOFLER, 
Michael. The Definitive Guide to MySQL 5, Third Edition. Apress, 2005. 784 s. ISBN 978-
1590595350. 
DUBOIS, Paul, HINZ, Stefan, PEDERSEN, Carsten. MySQL 5.0 Certification Study Guide. MySQL 
Press, 2005. 672 s. ISBN 978-0672328121. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Vedoucí diplomové práce: doc. Ing. Miloš Koch, CSc. 
 
 
Termín odevzdání diplomové práce je stanoven časovým plánem akademického roku 
2008/2009. 
 
 
 
 
 
 
 
L.S. 
 
 
 
 
PhDr. Martina Rašticová, Ph.D. doc. RNDr. Anna Putnová, Ph.D. MBA, 
Ředitel ústavu    Děkan fakulty 
 
 
 
V Brně, dne 
16.04.2009 
  
4 | S t r á n k a  
Čestné prohlášení  
 
Prohlašuji,  že  předložená  diplomová  práce  je  původní  a  zpracoval  jsem  ji  samostatně. 
Prohlašuji,  že  citace  použitých  pramenů  je  úplná,  že  jsem  v práci  neporušil  autorská  
práva (ve smyslu  zákona  č.  121/2000  Sb. O  právu  autorském  a  o  právech  souvisejících  s 
právem autorským).  
   
  
  
  
  
  
  
 
 
 
 
 
 
 
 
 
 
V Brně, dne –datum--       . . . . . . . . . . . . . . . . . . . . . . . . .   
                podpis  
  
  
  
  
5 | S t r á n k a  
Abstrakt 
Práce je zaměřena na použití jazyka PHP a MySQL při tvorbě informačního systému pro 
školící centrum. Před samotnou tvorbou aplikace je provedena důkladná analýza požadavků 
a následně navržena databázová struktura pro danou aplikaci tak, aby plně vyhovovala 
danému prostředí. Při analýze byl kladen zvýšený důraz na bezpečnost a rozšiřitelnost 
aplikace. Dále je popsána samotná implementace aplikace a problémy, které při tvorbě 
aplikace nastaly. V závěru jsou uvedena možná další rozšíření a zlepšení aplikace. 
 
Klíčová slova 
PHP, MySQL, SQL, informační systém, zabezpečení, databáze, XHTML, CSS 
 
Abstract 
This thesis is aimed at the usage of PHP language and MySQL database system towards the 
creation of information system for a learning center. A deep analysis is performed before the 
design of an application together with the database structure, which is appropriate for the 
environment. An increased emphasis is laid on security and easy expansibility of the 
application in this analysis. Further on is described the design phase of the application and 
all the problems that came up. In the end of this work are listed possible extensions and 
improvements of this application. 
 
Keywords 
PHP, MySQL, SQL, information system, security, database, XHTML, CSS  
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1 Úvod 
Rychlý a pohodlný přístup k informacím dnes hraje velmi důležitou roli ve všech aplikacích 
zpracovávajících data. V těchto aplikacích je použití statických www prezentací zcela 
nedostatečné. Cílem diplomové práce je seznámit se s tvorbou internetových aplikací 
pomocí skriptovacího jazyka PHP a databázového nástroje MySQL. S jejich pomocí bude 
vytvořen informační systém pro školící centrum, specializující se na kurzy výpočetní techniky. 
Nejprve budou analyzovány technické a funkční požadavky na takový informační systém a 
proveden jeho důkladný návrh s ohledem na výkonnostní a bezpečností faktory informačních 
systému. 
 
Struktura školícího centra je znázorněna na organizačním diagramu (Obr.1). Školící centrum 
je řízeno jednou ředitelkou, které je odpovědná vedoucí klientského servisu. Jejím úkolem je, 
s pomocí asistentek KS, kontakt se zákazníky, vedení objednávek na nové kurzy a 
v neposlední řadě také kontakt 
s lektory a objednáváním 
lektorů na jednotlivé kurzy. 
Vedoucí lektorského teamu 
má na starosti kontakt se 
všemi lektory, zajišťuje lektory 
pro jednotlivé oblasti kurzů dle 
jejich zkušeností a odborností. 
Lektoři jsou lidé odpovědní za 
vedení kurzů. Pro tyto kurzy si 
specifikují požadavky na 
softwarové a hardwarové 
vybavení učeben, které 
předávají klientskému servisu, 
který tyto požadavky dále 
předává technickému odděleni. 
O správné nastavení softwarového a hardwarového vybavení učeben se stará odpovědný 
technický pracovník. Většina lektorů disponuje mezinárodními technickými certifikáty firem 
Microsoft, Cisco, CompTIA a pod, v případě rozšiřování vzdělání opět komunikují se svými 
produktovými manažery nebo s pracovníkem odpovědným za jejich odborný rozvoj - Training 
team development lead, který má možnost zajistit lektorům případné kurzy nebo certifikační 
zkoušky. Většina lektorů jsou externisté, kteří jsou využívání pouze v případě potřeby dle 
jednotlivých požadavků na aktuálně vypsané kurzy. V současné době se jedná zejména o 
studenty vysokých škol s technickým zaměřením jako jsou Fakulta Informačních Technologií 
na VUT Brno nebo Fakulta Informatiky na Masarykově univerzitě. Někteří lektoři jsou však 
přímo zaměstnanci školícího centra. 
 
Obrázek 1 - Organizační diagram 
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Jako každá firma snaží se i tato maximalizovat svoje zisky. V oboru počítačových školení toho 
lze dosáhnout například velmi rozmanitou nabídkou kurzů, kterou se firma neustále snaží 
rozšiřovat a také organizováním školení přímo klientům na míru dle jejich požadavků. Mezi 
hlavní zákazníky firmy patří IBM GSDC Brno, Microsoft, Honeywell a Vězeňská služba ČR. V 
současné době provádí školení pro IBM GSDC Brno několik firem a cílem tohoto školícího 
centra je upevnit svoji pozici a stát se hlavním školícím partnerem, který bude pokrývat 
největší procento školení pro tuto firmu. O to se firma snaží nižší cenou a kvalitnějšími 
lektory, kdy je nejen dbán důraz na jejich technické znalosti ale také na jejich znalosti 
angličtiny, resp. jejich schopnost komunikace s účastníky kurzu v angličtině. 
 
Informační technologie stále zaznamenávají velmi rychlý a výrazný rozvoj. Aby mohlo školící 
centrum nabídnout zákazníkům co nejkvalitnější služby zaměřené na nové technologie, je 
nutné aby se snažilo s novými technologiemi držet krok. Tato skutečnost je především 
finančně ale i odborně a časově velmi náročná. Vzhledem k tomu, že školící centrum 
disponuje devíti učebnami vybavenými jak osobními počítači, tak speciálními PowerPC 
stanicemi, klimatizací, dataprojektorem, představuje provoz těchto učeben a jejich udržování 
na dostatečné technické úrovni velmi vysoké náklady. Udržování učeben na vysoké technické 
úrovní je jeden z cílů firmy. 
 
Co se týče odborné náročnosti, ta spočívá především na vzdělávání lektorů. Těm se snaží 
firma vytvořit maximálně příznivé podmínky pro jejich další vzdělávání a zvyšování kvalifikace 
ať už nákupem literatury nebo hrazením účasti na specializovaných kurzech v ČR i zahraničí. 
Firma se snaží pro celý lektorský team vytvořit dobré finanční podmínky, a i tím je nucena 
stále hledat nové zakázky a vypisovat nové kurzy. Pro spokojenost lektorů je potřeba zajistit 
dostatek kurzů, aby lektoři měli možnost uplatňovat své vědomosti a schopnosti, nicméně je 
nutné si stanovit hranice, protože příliš velké přetěžování lektorů je ve svém důsledku velmi 
nebezpečné. Cílem firmy je vytvořit si s lektory téměř přátelské vztahy, které zlepšují 
pracovní atmosféru. Ze strany lektorů je však požadovaná vysoká loajalita vůči firmě, protože 
se některé jiné školící centra snaží o neetické chování a přetahování lektorů, zejména k 
lepším finančním podmínkám, což je na českém trhu školících služeb poměrně častý jev. Týká 
se to zejména začínajících lektorů, kteří provozují lektorskou činnost souběžně se studiem. 
Po krátké době bývají ti lepší z nich osloveni většími firmami, které jsou schopny jim 
nabídnout lepší finanční podmínky i možnosti osobního rozvoje. 
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2 Vymezení problému, cíle práce a metody zpracování 
2.1 Použité technologie 
2.1.1 Skriptovací jazyk PHP 
PHP je skriptovací jazyk pro tvorbu dynamického webu a jeho počátky spadají do roku 1994. Tehdy se 
Rasmus Lerdorf rozhodl vytvořit jednoduchý systém pro počítání přístupu ke svým stránkám.Původně 
byl tento systém napsán v PERLu. Za nějakou dobu byl systém přepsán do jazyka C, protože perlovský 
kód příliš zatěžoval server. Zájem o tyto skripty pozvolna rostl, a proto byly vydány jako balíček 
s názvem Personal home page tools. Díky velkému zájmu napsal Lerdorf skriptovací jádro společně 
s jiným nástrojem pro analýzu vstupu z formulářů v HTML, a to Form Interpreter. V roce 1995 bylo 
vydáno PHP/FI nebo též PHP2. Koncem roku 1998 byla již k dispozici verze PHP 3.0, která byla 
mnohem rychlejší (a vybavenější) než "dvojka" a která byla k dispozici rovněž pod operačními 
systémy Windows. Počet webů které používaly PHP se zvyšoval, až dosáhl cca 150 000. "Čtyřkové" 
verze PHP, které jsou k dispozici nyní, přidávají do jazyka mnoho nových funkcí a rovněž přinášejí 
přepracované a tudíž podstatně rychlejší jádro Zend. Od dob PHP3 získává jazyk PHP mezi 
technologiemi pro tvorbu dynamických a interaktivních webových stránek stále větší popularitu. 
Vděčí za to nejen faktu, že je k dispozici zdarma, ale též univerzální použitelnosti na platformě linux i 
Windows, vysokému výkonu a nekomplikované syntaxi. V době psaní této práce je k dispozici verze 
5.2.9 a 5.3.RC1 
2.1.1.1 Princip PHP 
PHP patří mezi serverové technologie, tzn. PHP kód je spouštěn na serveru a klientovy je odeslán 
HTML nebo XHTML dokument. Klient se nedozví, co všechno se na serveru odehrálo před odesláním 
dokumentu, vidí jen samotný výsledek. Přitom se na serveru mohla dít celá řada věcí od 
jednoduchých matematických výpočtů, řetězcových operací až po přístup k databázovým serverům. 
Požadavek
XHTML Odezva
WWW Server
 
Obrázek 2 - Princip komunikace 
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2.1.1.2 Syntaxe PHP 
Je nutné si uvědomit, že server zpracovává pouze soubory s příponou .php (případně jiné, má-li tak 
uvedeno v konfiguraci). Měli bychom si dávat opravdu velký pozor, aby se nám nestalo, že souboru se 
skriptem dáme příponu .htm nebo .html. Ve skriptu samotném je PHP kód uzavřen do speciálních 
značek. Zde máme na výběr ze tří možností: <? příkazy ?>, <?php příkazy ?> a nejméně používaný 
zápis <SCRIPT LANGUAGE="php"> příkazy </SCRIPT>. 
 
Samotná syntaxe PHP je velmi podobná syntaxi programovacího jazyka C. Hlavním rozdílem od jazyka 
C  je netypovanost proměnných. Jméno proměnné je uvozeno znakem $ a nelze poznat, obsahuje-li 
proměnná číslo nebo textový řetězec. Většina programových konstrukcí jako jsou cykly, rozhodovací 
struktury, jména a parametry funkcí je shodná nebo alespoň podobná s jazykem C. 
 
Příklad kódu v PHP 
<? 
//PHP nám nabízí několik druhů komentářů 
#tento typ je znám hlavně z linuxových skriptů 
/* 
 je možné použít i víceřádkové komentáře, které do sebe ale nesmí být 
vnořené 
*/ 
$pocet = 20; //deklarace proměnné 
if($pocet == 20) { //if – else struktura stejně jako v C/C++ 
    echo „Proměnná počet má hodnotu 20.“; 
    //příkaz echo vypíše řetězec na standardní výstup 
} else { 
    echo „Proměnná počet nemá hodnotu 20.“; 
} 
?> 
2.1.1.3 Spolupráce s databází 
Základem dnešních internetových aplikací je spolupráce s databázovým serverem. PHP podporuje 
spolupráci s širokou škálou databázových serverů například MySQL, PostgreSQL, Oracle, MS SQL a 
mnoho dalších. V mé práci jsem využil databázový server MySQL. Všechny funkce pro práci s MySQL 
serverem mají v php prefix mysql. Pro práci s MySQL verze 4.1 a vyšší je potřeba použít funkce 
s prefixem myslqi. 
2.1.1.4 Výhody a nevýhody jazyka PHP 
Výhody PHP 
 
 PHP je specializované na webové stránky 
 rozsáhlý soubor funkcí v základní knihovně PHP + dalších z PECL 
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 nativní podpora mnoha databázových systémů 
 multiplatformost (zejména Linux, Windows) 
 možnost využití nativních funkcí operačního systému (možná nekompatibilita s jiným 
OS) 
 strmá křivka učení 
 obrovská podpora na hostingových službách – PHP je fakticky standardem, který 
najdeme všude 
 obrovské množství projektů a kódů, které lze zdarma využít (WordPress, phpBB a další) 
 poměrně slušná dokumentace 
 vynikající, velmi svobodná licence – svobodnější, než GPL 
 
Nevýhody PHP 
 
 jazyk PHP není nikde definován, je popsán pouze jeho implementací 
 mírně nekonzistentní vývoj v minulosti, který si sebou PHP nese dosud (někdy často 
měnící se příkazy a atd…) 
 nekonzistentní pojmenování funkcí a nejednotné pořadí parametrů 
 ač jazyk výborně podporuje výjimky, jeho knihovna je používá jen zřídka 
 slabší podpora Unicode, pouze přes PHP knihovnu (v PHP 6 má být Unicode řetězec 
jako základní typ) 
 neumožňuje překlad do byte kódu, PHP skript se při každém požadavku překládá 
znovu 
 ve standardní distribuci chybí ladící (debugovací) nástroj 
 po zpracování požadavku neudržuje kontext aplikace, vytváří jej vždy znovu (oslabuje 
výkon) 
 nepodporuje jmenné prostory (v nejbližší verzi 5.3 v PHP budou) 
 
2.1.2 Jazyk SQL 
V 70. letech 20. století probíhal ve firmě IBM výzkum relačních databází. Bylo nutné vytvořit 
sadu příkazů pro ovládání těchto databází. Vznikl tak jazyk SEQUEL (Structured English Query 
Language). Cílem bylo vytvořit jazyk, ve kterém by se příkazy tvořily syntakticky co nejblíže 
přirozenému jazyku (angličtině). K vývoji jazyka se přidaly další firmy. V r. 1979 uvedla na trh 
firma Relational Software, Inc. (dnešní Oracle Corporation) svůj relační databázový systém 
Oracle. IBM uvedla v roce 1981 nový systém SQL/DS a v roce 1983 systém DB2. Dalšími 
systémy byly např. Progress, Informix a SyBase. Ve všech těchto systémech se používala 
varianta jazyka SEQUEL, který byl později přejmenován na SQL. 1 
 
                                                     
1
 Zdroj: (3) 
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Relační databáze byly stále významnější a bylo nutné jejich jazyk standardizovat. Americký 
institut ANSI původně chtěl vydat jako standard zcela nový jazyk RDL. SQL se však prosadil 
jako de facto standard a ANSI založil nový standard na tomto jazyku. Tento standard bývá 
označován jako SQL-86 podle roku, kdy byl přijat.V dalších letech se ukázalo, že SQL-86 
obsahuje některé nedostatky a naopak v něm nejsou obsaženy některé důležité prvky 
týkající se hlavně integrity databáze. V roce 1992 byl proto přijat nový standard SQL-92 
(někdy se uvádí jen SQL2). Zatím nejnovějším standardem je SQL3, který reaguje na potřeby 
nejmodernějších databází s objektovými prvky. Standardy podporuje prakticky každá relační 
databáze, ale obvykle nejsou implementovány vždy všechny požadavky normy. A naopak, 
každá z implementací obsahuje prvky a konstrukce, které nejsou ve standardech obsaženy. 
Přenositelnost SQL dotazů mezi jednotlivými databázemi je proto omezená. 
 
SQL příkazy se dělí do čtyř základních skupin. 
Příkazy pro manipulaci s daty -Jsou to příkazy pro získání dat z databáze a pro jejich úpravy. 
Označují se zkráceně DML – Data Manipulation Language („jazyk pro manipulaci s daty“). 
 SELECT – vybírá data z databáze, umožňuje výběr podmnožiny a řazení dat. 
 INSERT – vkládá do databáze nová data. 
 UPDATE – mění data v databázi (editace). 
 DELETE – odstraňuje data (záznamy) z databáze. 
 EXPLAIN PLAN FOR – speciální příkaz, který zobrazuje postup zpracování SQL příkazu. 
Pomáhá uživateli optimalizovat příkazy tak, aby byly rychlejší. 
 SHOW - méně častý příkaz, umožňující zobrazit databáze, tabulky nebo jejich definice 
Příkazy pro definici dat - Těmito příkazy se vytvářejí struktury databáze – tabulky, indexy, 
pohledy a další objekty. Vytvořené struktury lze také upravovat, doplňovat a mazat. Tato 
skupina příkazů se nazývá zkráceně DDL – Data Definition Language („jazyk pro definici dat“).  
 CREATE – vytváření nových objektů. 
 ALTER – změny existujících objektů. 
 DROP – odstraňování objektů. 
 
Příkazy pro řízení dat - Do této skupiny patří příkazy pro nastavování přístupových práv a 
řízení transakcí. Označují se jako DCL – Data Control Language („jazyk pro ovládání dat“), 
někdy také TCC – Transaction Control Commands. 
 GRANT – příkaz pro přidělení oprávnění uživateli k určitým objektům. 
 REVOKE – příkaz pro odnětí práv uživateli. 
 BEGIN – zahájení transakce. 
 COMMIT – potvrzení transakce. 
 ROLLBACK – zrušení transakce, návrat do původního stavu. 
Ostatní příkazy - Do této skupiny patří příkazy pro správu databáze. Pomocí nich lze přidávat 
uživatele, nastavovat systémové parametry (kódování znaků, způsob řazení, formáty data a 
času apod.). Tato skupina není standardizována a konkrétní syntaxe příkazů je závislá na 
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databázovém systému. V některých dialektech jazyka SQL jsou přidány i příkazy pro kontrolu 
běhu, takže lze tyto dialekty zařadit i mezi programovací jazyky. 
2.1.3 Microsoft Windows Server 2008 a IIS7 
Systém Windows Server 2008 představuje dosud nejpokročilejší operační systém Windows 
Server, navržený pro podporu nové generace sítí, aplikací a webových služeb. Pomocí 
systému Windows Server 2008 je možné vyvíjet, distribuovat a spravovat komfortní 
uživatelská prostředí a aplikace, zajišťovat zabezpečenou síťovou infrastrukturu a zvyšovat 
technologickou vyspělost a hodnotu organizace. 
 
Systém Windows Server 2008 staví na úspěších a pevných základech předchozích verzí 
platformy Windows Server, ale zároveň přináší cenné nové funkce i významná vylepšení 
základního operačního systému. Nové webové nástroje, virtualizační technologie, vylepšení 
zabezpečení a nástroje pro správu přináší úsporu času, snižují náklady a vytváří stabilní 
základ IT infrastruktury. 
 
Windows Server 2008 představuje stabilní základ pro veškeré serverové a aplikační úlohy a 
nabízí snadné nasazení a správu. Zcela nový Správce serveru přináší jednotnou konzolu pro 
správu, která zjednodušuje a optimalizuje instalaci, konfiguraci i průběžnou správu serveru. 
Prostředí Windows PowerShell, nové prostředí příkazového řádku, pomáhá správcům 
automatizovat rutinní úlohy související se správou systému na více serverech. Služba 
nasazení systému Windows představuje zjednodušené vysoce zabezpečené řešení pro rychlé 
nasazení operačního systému pomocí síťové instalace. Průvodci clustery systému Windows 
Server 2008 podporujícími převzetí služeb při selhání a plná podpora protokolu IPv6 s 
konsolidovanou správou vyrovnávání zatížení sítě umožňují snadnou implementaci funkcí 
pro vysokou dostupnost i běžnými pracovníky IT oddělení. 
 
Nová možnost instalace serverového jádra systému Windows Server 2008 umožňuje 
nainstalovat jednotlivé role serveru pouze s nezbytnými součástmi a subsystémy bez 
grafického uživatelského rozhraní. Menší počet rolí a funkcí znamená nižší nároky na disk a 
služby a zároveň omezení počtu možných cílů útoků. Umožňuje také IT personálu 
specializovat se pouze na podporované role serveru. 
2.1.3.1 Přehled klíčových vlastností a pilířů 
Integrovaná virtualizace 
Windows Server Hyper-V, nová generace serverové virtualizační technologie založené na 
hypervisoru, umožňuje nejlepší využití investic do serverového hardwaru prostřednictvím 
konsolidace několika rolí serverů provozovaných jako virtuální počítače v jediném fyzickém 
počítači. Můžete také efektivně provozovat více operačních systémů – Windows, Linux a 
další – souběžně na jediném serveru. Díky technologii Hyper-V a jednoduchým licenčním 
podmínkám je nyní velmi snadné plně využít výhod virtualizace k úspoře nákladů. 
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Aplikace mohou být efektivně virtualizovány prostřednictvím technologií systému Windows 
Server 2008 pro centralizovaný přístup k aplikacím. Služby Brána Terminálové služby a 
Vzdálená aplikace RemoteApp Terminálové služby umožňují snadný přístup k běžným 
programům pro Windows odkudkoli jejich spuštěním na terminálovém serveru namísto 
přímého používání v klientském počítači, a to bez potřeby používání virtuální privátní sítě 
(VPN). 
 
2 
Obrázek 3 - Nové vlastnosti serveru 2008 
Platforma pro Web 
Windows Server 2008 obsahuje Internetovou informační službu 7.0 (IIS 7.0), která 
představuje platformu s posíleným zabezpečením a snadnou správou pro vývoj webových 
aplikací a služeb a jejich spolehlivé hostování. Služba IIS 7.0 představuje významné vylepšení 
webové platformy systému Windows, protože nově využívá na součásti rozdělenou 
architekturu zajišťující vyšší flexibilitu a kontrolu. Služba IIS 7.0 také nabízí zjednodušenou 
správu, výkonné čas šetřící funkce pro diagnostiku a odstraňování potíží a komplexní 
rozšiřitelnost. 
 
Internetová informační služba IIS 7.0 spolu s rozhraním .NET Framework 3.0 představuje 
komplexní platformu pro vývoj aplikací, které propojují uživatele a data, a umožňuje jim 
vizualizovat, sdílet a reagovat na informace. Služba IIS 7.0 navíc hraje centrální úlohu ve 
sjednocování technologií webových platforem společnosti Microsoft – ASP.NET, služby 
Windows Communication Foundation Web Services a služby Windows SharePoint Services. 
                                                     
2
 Zdroj: www.microsoft.cz 
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Obrázek 4 - Architektura IIS7 
IIS7 přináší podstatná zlepšení ve způsobu uložení konfiguračních dat a přístupu k nim. K 
hlavním cílům uvedení služby IIS7 patřilo umožnit distribuovanou konfiguraci nastavení 
služby IIS, která dá správcům možnost zadávat nastavení konfigurace IIS do souborů 
uložených současně s kódem a obsahem. 
 
Distribuovaná konfigurace umožní správcům uložit nastavení konfigurace webu nebo 
aplikace do stejného adresáře, ve kterém je uložen kód nebo obsah. Nastavení konfigurace 
je v modelu distribuované konfigurace zadáno v jediném souboru, takže je možné delegovat 
správu určitých funkcí webu nebo webových aplikací na ostatní uživatele. Je například možné 
delegovat web tak, aby jeho výchozí dokument mohl být nakonfigurován vývojářem aplikace. 
Správce má také možnost uzamknout některá nastavení konfigurace, aby je žádný jiný 
uživatel nemohl změnit. Tuto funkci lze využít k tomu, aby vývojář obsahu, kterému byl 
delegován přístup k danému webu pro správu, nemohl přepsat zásady zabezpečení, které 
zakazují spouštění skriptů. Při použití distribuované konfigurace je možné nastavení 
konfigurace určitého webu či aplikace kopírovat mezi počítači, když aplikace přejde z fáze 
vývoje do testování a následně do provozního nasazení. 
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3 Teoretická východiska práce 
Kvalitní IS je v současnosti nutnou podmínkou úspěšnosti firem ve všech oblastech 
podnikání. Hlavním důvodem nutnosti vlastnit kvalitní IS je to, že informační systém je 
jedním z hlavních faktorů efektivnosti řízení a konkurenceschopnosti firmy.  
 
Informační systém je soubor lidí, technických prostředků a metod (programů), 
zabezpečujících sběr, přenos, zpracování uchování dat, za účelem prezentace informací pro 
potřeby uživatelů činných v systémech řízení.3 
 
Při rozhodování o zavedení IS byly k dispozici varianty „nákup hotového IS“ a „vývoj vlastního 
IS“. Existuje i varianta outsourcingu IS, ale firma se rozhodla mít všechna data a celý systém 
pod svou vlastní kontrolou. Jedny z hlavních důvodů pro vynechání varianty IS ASP jsou velmi 
vysoká závislost na dodavateli a také omezené možnosti změn v systému (viz Tabulka 1).4 
 
Faktor IS hotový IS vyvíjený IS ASP 
Cena    
Čas    
Přizpůsobení    
Závislost na dodataveli    
Tabulka 1 - Vývoj, nákup nebo ASP IS 
Na trhu samozřejmě existuje mnoho firem zabývajících se implementací již hotových IS, ale i 
po krátkém průzkumu jiných školících center bylo zjištěno, že drtivá většina z nich používá 
svůj vlastní systém, který díky přesné znalosti potřeb plně vyhovuje. Proto padla volba na 
vývoj vlastního IS. 
 
3.1 Entity-Relationship diagram 
Diagram popisující entity a vztahy mezi nimi zavedl v roce 1976 Peter Pin Shan Chen a nazval 
je ERD (Entity Relationship Diagram). ERD graficky zobrazuje myšlenkový databázový model. 
Je zcela nezávislý na budoucí fyzické implementaci databáze a je statický. To znamená, že 
nepopisuje procesy a přechody uvnitř entit ani mezi nimi. ER diagramy jsou velmi důležitým 
nástrojem každého opravdu dobrého návrhu databází. Umožňují velmi rychlé vizuální 
ztvárnění problému a pomáhají nám pochopit entity i vztahy mezi nimi a proto dokáží 
spoustu věcí vyřešit. Jsou velmi vhodné ke komunikaci mezi návrhářem databáze a 
zákazníkem a v neposlední řadě slouží jako dokumentace k projektu databázového systému. 
V ER diagramech neexistuje jednotná symbolika. Ve světě se nejčastěji používají základní 
metodologie: IDEF1X,IE (Information Engineering), Bachmanova notace a standardní UML. 
                                                     
3
 Zdroj: (8) 
4
 Zdroj: (4) 
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Bez techniky datového modelování se dá IS jen stěží navrhovat. Pohled na data lze rozdělit 
na dva odlišné přístupy a to logický a fyzický datový model. Logický datový model je nezávislý 
na implementaci, není třeba v dané fázi analýzy brát v úvahu cílové prostředí, tj. konkrétní 
typ relační databáze. 
 
Fyzický datový model naproti tomu již zohledňuje použitý db engine. Fyzický datový model 
vychází z logického modelu a popisuje konkrétní rysy implementace - sledují se indexy, 
fyzické umístění databáze atd. Z určité části jsou datová úložiště zaměnitelná, ale existují 
mezi nimi nekompatibilní rozdíly a aplikace napsaná např. pro MS SQL Server nebude beze 
změn fungovat s př. MySQL správně. Každý výrobce relačních databázových řešení se snaží 
dodržovat standart SQL, ale doplňuje jej o mnohé další možnosti, které již nejsou 
kompatibilní s jinými úložišti. 
 
Jednotlivé objekty z logického modelu se při tvorbě fyzického modelu převedou na fyzické 
databázové objekty takto: 
 entity z logického modelu jsou převedeny na tabulky 
 atributy entit na sloupce tabulek 
 instance entit na řádky tabulek (záznamy) 
 relace na primární a cizí klíče 
 domény na datové typy a na ověřovací pravidla 
Vztahy mezi entitami přitom musí mít ve fyzickém schématu kardinalitu 1:1 nebo 1:N (žádný 
jiný typ vztahu není v databázích možné realizovat). Kromě toho musí být naprogramovány 
další objekty, které zajišťují logickou konzistenci, integritu a bezpečnost dat. 
3.1.1 Entity 
V logickém datovém modelu pracujeme s jednotlivými entitami, jejich atributy a vazbami 
mezi entitami. Entita je cokoliv, o čem potřebujeme v databázi uchovávat informace. 
Většinou se jedná o podstatné jméno nebo sloveso popisující osobu, místo, věc či událost. 
Prvotní seznam entit sestavujeme ze zadání (na základě rozhovoru se zákazníkem). Z věty 
„Zaměstnanci prodávají výrobky“ jsou na první pohled zřejmé tři entity: „Zaměstnanci“, 
„Výrobky“ a „Prodeje“. Při volbě entit je vhodné vycházet také z dokumentů používaných v 
daném prostoru problému (vstupní formuláře, výkazy, sestavy…). 
 
Většina entit modeluje objekty nebo události ve fyzickém světě, jako jsou například 
zákazníci, výrobky nebo objednávky. Těmto entitám se někdy také říká konkrétní entity. Ve 
světě databází se ale také můžeme setkat s takzvanými abstraktními entitami, které modelují 
abstraktní pojmy. Nejčastěji se jedná o modelování vztahu mezi jinými entitami, například 
student je zapsán do kurzu. V souvislosti s entitami se někdy můžeme setkat také s pojmy 
entitní množina a instance entity. Pod pojmem entitní množina rozumíme všechny výskyty 
dané entity (například všechny zaměstnance) – jedná se tedy o synonymum pro entitu. 
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Instance entity pak představuje jeden konkrétní výskyt dané entity (například jednoho 
zaměstnance z entitní množiny „Zaměstnanci“). 
 
V praxi se můžeme často setkat se případem, kdy máme množství objektů, které se zdají být 
různými entitami, ale mají některé společné rysy. Tehdy je vhodné zavést takzvané 
podkategorie (někdy se jim také říká podtypy). Příkladem mohou být například entity „Kupní 
smlouva“ a „Nájemní smlouva“. Obě tyto entity přestavují jinou kategorii fyzických objektů, 
mají přitom ale některé společné vlastnosti („Autor“, „Datum vzniku“, „Smluvní strany“). 
Vytvoříme proto nadřízenou kategorii (entitu) „Smlouva“, která bude popisovat společné 
vlastnosti všech smluv, a její podkategorie „Kupní smlouva“ a „Nájemní smlouva“, které 
budou popisovat vlastnosti specifické pro konkrétní typ smlouvy. V případě „Kupní smlouvy“ 
to bude například „Datum prodeje“, „Množství“ a „Záruční doba“, u „Nájemní smlouvy“ to 
může být například „Výpovědní lhůta“, „Měsíční nájemné“ a „Doba pronájmu“. Podkategorie 
můžeme rozdělit na dva typy: 
 nevýlučné – záznam (instance entity) z nadřízené kategorie má odpovídající záznam v 
nejméně jedné podkategorii 
 výlučné – pro každý záznam v nadřízené kategorii existuje maximálně jeden 
odpovídající záznam v libovolné její podkategorii 
 
Použití podkategorií s sebou přináší dvě velké výhody: 
 umožňují snadnější rozšiřitelnost databáze – přidání nové podkategorie je rychlejší 
než návrh úplně nové kategorie 
 zvyšují výkonnost dotazů – informace týkající se nadřízené kategorie jsou uloženy v 
jedné tabulce a pro jejich výběr není nutné používat příkaz UNION. 
3.1.2 Atributy 
Atributy jsou vlastnosti entit zaznamenávané v databázi. Hledání atributů dané entity je 
sémantický proces, proto se v různých případech u entit podobného významu může množina 
atributů lišit. Jako příklad můžeme uvést entitu „Adresa“. Adresa se skládá z obce, ulice, čísla 
popisného a orientačního a z PSČ. Na návrháři zůstává rozhodnutí, zda vytvořit entitu 
„Adresa“ s jediným atributem „Adresa“ (ve tvaru „Ostrava, 28. října 150/1564, 702 00“), 
nebo entitu „Adresa“ s atributy „obec“, „ulice“, „číslo“ atd. Většinou se v těchto případech 
přistupuje spíše ke strukturovanému řešení s ohledem na budoucí možné využití. Pokud by 
byla vytvořena entita „Adresa“ o jediném atributu, nebylo by možno např. kontrolovat 
správnost zadaného PSČ, nebo vybrat všechny záznamy např. z obce „Brno“ (a také by 
později při normalizaci pravděpodobně entita nesplňovala první normální formu). 
 
Při návrhu každého atributu platí tato pravidla: 
 Atribut by měl být co nejjednodušší (skalární); je totiž daleko jednodušší spojit 
jednotková data, než rozložit dlouhý řetězec mnoha dat, nemluvě o možnostech 
provádění kontrol správnosti vkládaných dat. 
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 Při návrhu každého atributu je třeba najít co nejvíce výjimek. To ovlivní pozdější 
inertnost (netečnost) systému vůči náhlé potřebě zadat výjimečná data. 
 
Doména je množina všech přístupných platných hodnot, kterých smí daný atribut nabývat. 
Domény se často zaměňují s datovými typy; toto vyjádření je ale nepřesné. Doména je totiž 
logický pojem, kdežto datový typ je  pojem fyzický a představuje základní implementaci 
domény na fyzické úrovni. Použití pouze datového typu jako jediného doménového pravidla 
však bývá často nedostačující. Pokud si představíme např. atribut „věk“ a stanovíme, že musí 
být vyjádřen číslem (uvažujeme věk v letech, tedy celé číslo), mohl by potenciální uživatel 
zadat záporné číslo, což je v reálném světě nesmysl. Proto implementujeme další omezující 
pravidlo, např. „věk musí být nezáporný“, tj. můžeme říci, že věk >= 0. Někdy místo pravidla 
můžeme jako množinu platných hodnot stanovit výčet hodnot, tento postup se však vyplatí 
pouze u malých a zcela zřejmě konečných množin hodnot platných pro atribut. Jako příklad 
může sloužit třeba atribut „pohlaví“, ve kterém můžeme stanovit pouze tyto hodnoty: 
„samec“ a „samice“.  Ne vždy je možné hodnotu atributu určit. Pro takový případ je v 
relačních databázích zavedena hodnota NULL. Její výskyt znamená buď hodnotu neznámou 
(zaměstnanec má rodné číslo, ale my ho neznáme) nebo neexistující (zákazník nemá žádný 
titul). Jestliže je možné porovnávat dva atributy definované nad dvěma různými doménami, 
hovoříme o takzvaných typově kompatibilních doménách. 
3.1.3 Relace 
Relace (vztahy) se používají pro vyjádření asociací (vazeb) mezi entitami. Z tvrzení „člověk má 
psa“ tak vyplývá existence jistého vztahu mezi entitami „Člověk a „Pes“. Entity „člověk“ a 
„pes“ jsou v tomto případě nezbytně nutné pro existenci vztahu a nazýváme je účastníky 
vztahu.Podle toho, zda účastník vztahu může existovat nezávisle na druhém účastníkovi, 
hodnotíme jeho účast ve vztahu jako povinnou nebo jako volitelnou (někdy též úplnou nebo 
částečnou). Účast entity člověk ve vztahu člověk má psa tak bude nepovinná, protože člověk 
může existovat i v případě, že nevlastní žádného psa. Naopak pes musí mít svého pána a 
proto je jeho účast ve vztahu povinná (pokud by přišel o pána, bude odchycen do útulku, 
nebo utracen). Podle účasti entit ve vztahu můžeme pak entity rozdělit na slabé (jejich účast 
ve vztahu je povinná) a silné (s nepovinnou účastí). 
Počtem účastníků ve vztahu je dán stupeň vztahu. Nejtypičtějším je vztah binární, tedy vztah, 
jehož se účastní dvě entity. Vzácnější je unární vztah, jehož se účastní pouze jedna entita. 
Typickým příkladem je vyjádření hierarchie, například vzájemná nadřízenost v seznamu 
zaměstnanců. Jedná se o vztah „Zaměstnanec“ a jeho nadřízený. Protože je nadřízený také 
zaměstnancem, bude se takového vztahu účastnit pouze jedna entita a to „Zaměstnanec“. 
Při nedostatečném ošetření unárního vztahu se můžeme poměrně snadno dostávat do 
nekonečných cyklů. Ternární (vícenásobné) vztahy mají obvykle tvar „X dělá Y pro Z“ a v 
relační databázi se přímo modelovat nedají. Řešením je přidání pomocné vazební entity, 
která rozloží ternární vztah na vztahy binární, které modelovat lze. Za příklad může dobře 
sloužit vztah entit „Profesoři“, „Studenti“ a „Předměty“, kdy jeden profesor učí různé 
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studenty různým předmětům a jeden student chodí na různé předměty k různým 
profesorům. Takovou vazbu budeme modelovat pomocí vazební entity „Přednáška“, která 
bude v binárním vztahu ke všem původním entitám. 
 
Maximální počet instancí jedné entity, které můžeme asociovat s jednou instancí jiné entity, 
nazýváme kardinalitou vztahu. Existují tři obecné typy kardinality: jedna k jedné (1:1), jedna 
k více (1:N) a více k více (M:N). Kardinalita může vyjadřovat i specifické záležitosti, takže se 
můžeme setkat i s jejím vyjádřením pomocí dvou čísel, například 1:6 (jde sice v podstatě o 
kardinalitu 1:N; tento zápis je však mnohem přesnější a říká, že na straně více může být 
nejvýše šest instancí entity, které se vážou k jedné instanci na straně jedna). V relační 
databázi se kardinalita relace M:N projeví při fyzické implementaci jako takzvaná vazební 
entita. 
3.1.4 Klíče 
Kandidátní klíč je jeden nebo kombinace více atributů jednoznačně identifikují instanci entity 
v dané entitní množině. Pokud je klíč tvořen jen jedním atributem, hovoříme o takzvaném 
jednoduchém klíči. Složený klíč je naproti tomu takový klíč, který se skládá z více než jednoho 
atributu (entita nemá ani jeden atribut, který by byl sám o sobě jedinečný pro každou její 
instanci). Pro jakýkoliv z kandidátních klíčů musí platit podmínka, že je ireducibilní, to 
znamená, že jakákoliv jeho část už není jedinečná. 
 
Primární klíč je potom jeden z kandidátních klíčů, který používáme pro identifikaci instance 
entity. Přitom platí, že každá entita má právě jeden primární klíč a musí být vždy vyplněn 
(nesmí obsahovat hodnotu NULL). Nevlastní (umělý) primární klíč se používá v případě, kdy 
entita nemá žádný kandidátní klíč (nelze nalézt atribut nebo kombinaci atributů, která by 
vyhovovala podmínce unikátnosti) nebo pokud jsou existující kandidátní klíče příliš složité. 
Pokud například použijeme rodné číslo zaměstnance jako primární klíč, jedná se o vlastní 
primární klíč. Kdybychom jako primární klíč použili uměle generované jednoznačné číslo, 
jednalo by se o nevlastní primární klíč. 
  
Cizí klíč je atribut nebo skupina atributů dané entity, která odkazuje na existující primární klíč 
v entitě jiné. Používá se pro realizaci relace mezi dvěma entitami. Na rozdíl od primárního 
klíče může obsahovat duplicitní hodnoty a hodnoty NULL. 
3.1.5 Integrita v rámci databáze 
3.1.5.1 Doménová a přechodová integrita 
Doménová integrita se definuje na úrovni atributu a určuje jeho obor platných hodnot 
(nebo-li doménu, na které je daný atribut definován). Na fyzické úrovni je vynucena definicí 
datového typu a různými omezujícími pravidly. 
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Přechodová integrita představuje omezení definující možné stavy, kterými může vektor 
hodnot daného atributu právoplatně přecházet. Jako příklad bychom mohli uvést atribut 
„Stav“ entity „Muž“, který může nabývat hodnot „svobodný“, „ženatý“, „rozvedený“, 
„vdovec“. Je zřejmé, že jediný stav, do kterého se může dostat svobodný muž, je ženatý. 
Určitě není přípustné, aby svobodný muž ovdověl. Na fyzické úrovni se přechodová integrita 
implementuje pomocí triggerů. 
3.1.5.2 Entitní integrita 
Entitová integrita zajišťuje integritu entit modelovaných v databázi a říká, že každou entitu 
musí být možné jednoznačně identifikovat. V každé entitě tak musí existovat primární klíč. 
Pokud by primární klíč neexistoval, znamenalo by to, že v dané entitní množině by se mohlo 
vyskytovat více stejných instancí dané entity – do databáze bychom ukládali opakovaně 
stejná data, což nemá žádný smysl a je v databázích nepřípustné. 
3.1.5.3 Referenční integrita 
Referenční integrita zabezpečuje správnost vazeb mezi relacemi a říká, že žádná instance v 
cizí entitě nesmí obsahovat hodnotu cizího klíče neexitující v primární entitě. Referenční 
integrita je zajištěna právě existencí cizího klíče. Pokud je porušena, vznikají takzvaní sirotci, 
tedy instance entity odkazující na jinou neexistující instanci. Sirotci přitom mohou vzniknout 
třemi způsoby: 
 do cizí entity se přidá instance s hodnotou cizího klíče neexistující v primární entitě 
 primární klíč v primární entitě se změní instance v primární entitě, na kterou se 
odkazuje nějaká instance z cizí entity, se odstraní 
3.1.6 Normalizace databázového modelu 
Normalizace je jedním z nejdůležitějších základních stavebních kamenů moderního návrhu 
OLTP databází. Normalizaci definujeme jako sadu pravidel pro zajištění optimální struktury 
dat. Znamená rozdělení dat do určitého logického formátu bez opakování jednotlivých částí, 
z nichž můžeme snadno kdykoliv složit původní celek. Odstraněním opakujících se dat se 
snižuje redundance a tím se také snižují nároky na prostor při ukládání dat. Práce s 
normalizovanými daty je pro databázový stroj obecně rychlejší, protože se zbytečně nemusí 
číst a zapisovat velké množství dat (operace zápisu a čtení z disku jsou pomalé a často bývají 
kritickým místem databázových systémů). Protože normalizace odstraňuje redundantní data, 
zjednodušuje se tím i tvorba vlastní databázové aplikace (stačí data zapsat a modifikovat na 
jednom místě). 
 
Najdou se ale i případy, kdy je vhodné použít opačný postup – denormalizaci. Příkladem 
může být například ukládání odvozených dat, které může zrychlit efektivitu tvorby nějaké 
sestavy, nebo snížení počtu tabulek spojovaných v jednom dotazu. 
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Obvyklý postup při normalizaci – denormalizaci databázové aplikace pak probíhá tak, že se 
nejprve snažíme dostat databázovou aplikaci do co nejvyšší (obvykle třetí) normální formy, a 
pak teprve tam, kde je čistě normalizovaná databáze nevýhodná, rozhodneme o 
denormalizaci. Tímto postupem se spolehlivě vyhneme stavu, kdy jsme si nevšimli 
nenormalizovaných částí databáze. 
 
Důležitým pravidlem při normalizaci je zachování takzvané bezeztrátové dekompozice. Toto 
pravidlo stanovuje, že k rozkladu jedné entity na více entit můžeme přistoupit pouze v tom 
případě, že po rozdělení budeme schopni nové (rozdělené) entity znovu spojit do původního 
tvaru (před rozdělením), aniž by došlo ke ztrátě dat. Jako příklad může sloužit dekompozice 
entity „Studenti na kurzu“. Tato entita může mít atributy „Název kurzu“, „Začátek kurzu“, 
„Konec kurzu“, „Jméno studenta“ a „Adresa studenta“. Je zřejmé, že s každou informací, že 
se student účastní nějakého kurzu, se bude zbytečně opakovat i informace o jeho adrese. 
Bezeztrátovou dekompozicí můžeme takovou entitu rozdělit na dvě „Student“ a „Kurz“, mezi 
kterými bude vztah  „Student se účastní kurzu“. Tím neztratíme žádnou informaci a zbavíme 
se přitom redundantních dat.  
 
Funkční závislost je mechanismus, který určuje závislost hodnoty atributu na hodnotě 
atributu jiného (případně na hodnotách skupiny atributů). V opačném směru funkční 
závislost platit nemusí. Budeme-li mít například entitu „Osoba“ s atributy „Rodné číslo“ a 
„Jméno“, bude atribut „Jméno“ funkčně závislý na atributu „Rodné číslo“. Pokud máme dáno 
rodné číslo 7312051421, můžeme zjistit, že osoba s takovým rodným číslem se jmenuje 
Karel. V případě, že bychom měli dáno jméno Karel, nemůžeme jednoznačně určit jeho 
rodné číslo (protože jméno Karel může mít více osob). 
  
Původní Coddova relační teorie definovala první, druhou a třetí normální formu. Postupem 
času vznikly další rozšiřující normální formy, které jsou známy pod názvy Boyce/Coddova 
normální forma, čtvrtá,  pátá a šestá normální forma. V běžné praxi se ale většinou používají 
pouze první tři normální formy. Jednotlivá normalizační pravidla jsou aplikována v daném 
pořadí od nejméně přísného po nejpřísnější, přičemž databáze vyhovuje vyšší normální 
formě, pokud splní všechna nižší normalizační pravidla a zároveň normalizační pravidlo dané 
normální formy (každá normální forma zpřísňuje předchozí). 
 
3.2 Model použité databáze 
Pro uložení dat je v databázi vytvořeno 19 tabulek, které jsou mezi sebou provázány pomocí 
cizích klíčů. Celá databáze je optimalizována do 3. normální formy, aby došlo k minimalizaci 
duplicitních informací a zároveň zrychlení databázové vrstvy. Diagram databáze byl navržen 
v programu Microsoft Visio, což je nástroj na kreslení schémat z kancelářského balíku 
Microsoft Office. Microsoft Visio je součástí vyšších verzí balíku Microsoft Office či jako 
samostatná aplikace. Mezi hlavní výhody nástroje Microsoft Visio patří schopnost generovat 
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datové struktury podle vytvořených diagramů a dokonce zpětně vytvářet diagramy z již 
existujících databází pro zpětnou dokumentaci. 
 
Obrázek 5 -  Diagram databáze v prostředí Microsoft Visio 
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3.3 Životní cyklus informačního systému 
Přestože pojem životní cyklus se používá zejména v biologii pro změny, kterými prochází 
živočich nebo rostlina v průběhu svého života, používáme tento pojem běžně i v 
softwarovém inženýrství pro změny, kterými prochází v průběhu svého „života“ softwarový 
produkt.  
 
Život softwarového produktu, a tedy i informačního systému, můžeme vymezit okamžikem 
vzniku požadavku na něj a okamžikem, kdy skončí jeho používání. Můžeme rozlišit dvě 
základní období. Prvním je období postupného zavádění (phasing in), druhým naopak 
postupného vyřazení z provozu (phasing out). V každém časovém okamžiku, snad s výjimkou 
instalace, se produkt nachází v jednom z těchto dvou období. Ač to zní paradoxně, 
okamžikem plného nasazení do používání a zahájením údržby se z tohoto pohledu 
informační systém dostává do období postupného vyřazování. A to bez ohledu na fakt, že se 
v průběhu údržby dále rozvíjí.  
3.3.1 Model vodopád 
Model vodopád je historicky nejstarším modelem životního cyklu. Byl popularizován v 
začátcích formování softwarového inženýrství jako disciplíny, tedy především v 70. letech 
minulého století. Model byl v minulosti úspěšně použit k řešení řady velkých projektů. Šlo 
zpravidla o projekty, jejichž výsledkem byly dávkové systémy programované v 
programovacím jazyce Cobol. Vodopádový model je široce využíván takovými vývojářskými 
giganty, jako jsou firmy pracující pro Ministerstvo obrany Spojených států a NASA. 
 
 
Obrázek 6 - Model vodopád 
 
Model odráží snahu softwarového inženýrství o prosazení systematického vývoje software. 
Jeho charakteristickým rysem je, že jednotlivé fáze životního cyklu následují postupně za 
sebou. Následující fáze může začít teprve tehdy, až je dokončena fáze předchozí. Ukončení 
konkrétní fáze vývoje je dáno dokončením příslušného dokumentu, který je výsledkem dané 
• Požadavky
• Návrh
• Implementace
• Verifikace
• Údržba
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fáze. Mezi jednotlivými fázemi je možná a v praxi často nezbytná zpětná vazba. Vyjadřuje 
fakt, že v nějaké fázi je potřeba provést určitou změnu oproti dokumentu vytvořenému ve 
fázi předchozí. Takovou změnu je potom potřeba zpětně promítnout i do fáze předchozí. V 
některých případech může být potřeba se vrátit až do počáteční fáze životního cyklu.  
3.3.2 Spirálový model 
Spirálový model je ve skutečnosti rámcem nebo metamodelem, který může obsahovat jiné 
modely životního cyklu. Model se prezentuje v podobě spirály, která prochází čtyřmi 
kvadranty – plánování, analýza rizik, inženýrství a hodnocení zákazníkem.První cyklus začíná 
počátečním sběrem požadavků a plánováním projektu. Následuje analýza rizik, jejímž cílem 
je posouzení předpokládaných nákladů a přínosu, hrozeb, které se při  řešení projektu 
mohou vyskytnout, a příležitostí, které naopak  řešení projektu může přinést. Výsledkem je 
rozhodnutí, zda se do řešení projektu pustit nebo ne. Pokud je rozhodnutí kladné, potom 
inženýrství představuje vlastní vývoj. Jeho výsledkem může být konstrukce, prototyp nebo 
dokonce finální produkt. Ten je následně posouzen zákazníkem a může začít další cyklus. 
Plánování, analýza rizik a inženýrství ve všech dalších cyklech již vycházejí z reakce zákazníka 
na výsledek v předchozím cyklu.  
 
 
Obrázek 7 - Spirálový model 
 
Důraz na opakované plánování projektu a vyhodnocování zákazníkem v každém cyklu dává 
modelu vysoce iterativní charakter. Analýza rizik jako explicitní fáze je unikátní pro spirálový 
model, u jiných se v této podobě nevyskytuje. Interpretace fáze inženýrství může být různá. 
Může to například vývoj, jehož výsledkem je konstrukce (build), jak jsme si uváděli v úvodu k 
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iteračním životním cyklům. Každá taková konstrukce jako výsledek iterace přináší přírůstek 
funkčnosti  či vylepšení. U jiné interpretace může mít kvadrant inženýrství podobu analýzy 
požadavků a vytvoření prototypu, který se  použije pro další zpřesňování požadavků. A 
konečně i model vodopád lze aplikovat v rámci vymezeném spirálovým modelem. V takovém 
případě obsahuje pouze jeden cyklus. 
 
3.3.3 Model driven architecture 
Architektura  řízená modelem (Model Driven Architecture – MDA) je rámec životního cyklu 
vytvořený skupinou Object Management Group (OMG), což je organizace, která si klade za cíl 
standardizaci v oblasti objektově orientovaného přístupu. Jí schválené standardy jsou 
akceptovány jako průmyslové standardy. Jedním z nich je i jazyk UML. MDA je snahou o 
použití jazyka UML jako  spustitelné (executable) specifikace, tj. specifikace, ze které je 
možné vygenerovat softwarový systém, který model v UML reprezentuje. Myšlenka 
spustitelné specifikace není nová. V oblasti vývoje software se objevovala už dříve. Narážela 
ale na problém jednak komplikovaných jazyků pro specifikaci požadavků, z nichž by se dal 
generovat program, jednak neexistenci standardů a moderních technologií, které by 
umožňovaly generování pro různá cílová prostředí.  
 
Obrázek 8 - Model driven architecture 
MDA předpokládá vývoj software jako posloupnost transformací z formální specifikace přes 
etapy návrhu až po proveditelný kód. Každá transformace by měla zajišťovat nebo umožnit 
verifikovat, že výstup odpovídá vstupu. Takový přístup má  naději na úspěch pouze tehdy, 
bude-li výrazně automatizován. K tomu je třeba, aby byly modely reprezentující vyvíjený 
systém vytvářeny využitím CASE nástrojů, které zajistí možnost dalšího strojového 
zpracování.  
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4 Analýza problému a současné situace 
V současné době je ve firmě na podporu procesů využíván software od firmy Microsoft a to 
Word a Excel z kancelářského balíku Office 2003. Tyto dva programy jsou využívány pro práci 
se všemi dokumenty, ve kterých firma ukládá informace o školeních, lektorech, vybavení 
učeben, zákaznících atd. Je zřejmě, že při větším provozu tyto programy nemohou dosahovat 
kvalit skutečného informačního systému, který ve firmě stále chybí. Pro emailovou 
komunikaci se zákazníky i se zaměstnanci firmy (kolegy i vedením) je využit systém Lotus 
Domino s klientským software Lotus Notes. Tento systém umožňuje zaměstnancům 
komunikaci přes email, obsahuje i plánovací kalendář, který je samozřejmě možné sdílet 
mezi zaměstnanci. Toho se využívá především pro plánování schůzek a jednání. Systém Lotus 
Domino je poměrně stabilní řešení, které je však díky svému návrhu a koncepci poněkud 
těžkopádné pro takovéto malé nasazení. Lotus Domino není pouze emailový server, ale 
ucelené řešení pro spolupráci uživatelů. Tento systém obsahuje mnohé tzv. databáze, které 
je možné využít pro usnadnění práce. Mezi hlavní patří rezervace zdrojů, diskusní skupiny, 
sdílení dokumentů, kalendářový systém atd. Vývojové oddělení firmy se zabývá tvorbou 
specializovaného systému právě pro prostředí Lotus Domino / Notes. Mezi hlavní nevýhody 
patří poněkud komplikovanější přístup k informacím z vnějšího prostředí, což může být 
bráno jako velká překážka zejména pro vedení a manažersko-obchodní pozice ve firmě. 
Současný stav ve firmě je zcela neodpovídající a práce s informacemi je velmi komplikovaná. 
Proto firma plánuje nasadit zcela nový informační systém. Firma se rozhodla pro informační 
systém, který bude vytvořen na zakázku přesně podle potřeb firmy. Tento informační systém 
bude firmě umožňovat kompletní správu zákazníků, kurzů, lektorů a zdrojů. 
4.1 Analýza současného IS pomocí metody HOS8 
Metoda HOS 8 je užívána ve fázi přípravy informační strategie firmy. Je to metoda vyvíjená 
na Ústavu informatiky Podnikatelské fakulty. Tato, podává ucelený pohled na informační 
systém podniku. Tento pohled je realizován jako hodnocení jednotlivých oblastí, uvedených 
v následující tabulce. 5 
Oblast metody HOS8 Použitá zkratka 
Hardware HW 
Software SW 
Orgware OW 
Peopleware PW 
Dataware DW 
Customers CU 
Suppliers SU 
Management IS MA 
Tabulka 2 - Oblasti metody HOS8 
                                                     
5
 Zdroj: (4) 
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Názvy jednotlivých oblastí jsou zvoleny tak, aby co nejvíce odrážely předmět zkoumání. I přes 
tuto skutečnost je třeba stanovit, z jakého pohledu metoda HOS 8 danou oblast zkoumá.  
 
 HW – hardware – v této oblasti je zkoumáno fyzické vybavení ve vztahu k jeho 
spolehlivosti, bezpečnosti, použitelnosti se softwarem.  
 SW – software – tato oblast zahrnuje zkoumání programového vybavení, jeho funkcí, 
snadnosti používání a ovládání.  
 OW – orgware – oblast orgwaru zahrnuje pravidla pro provoz informačních systémů, 
doporučené pracovní postupy.  
 PW – peopleware – oblast zahrnuje zkoumání uživatelů informačních systémů ve 
vztahu k rozvoji jejich schopností, k jejich podpoře při užívání informačních systémů a 
vnímání jejich důležitosti. Metoda HOS 8 si neklade za cíl hodnotit odborné kvality 
uživatelů či míru jejich schopností.  
 DW – dataware – oblast zkoumá data uložená a používaná v informačním systému ve 
vztahu k jejich dostupnosti, správě a bezpečnosti. Metoda HOS 8 si neklade za cíl 
hodnotit množství dat uložených v informačním systému či jejich přesnost, ale to, 
jakým způsobem mohou být uživateli využívána a jakým způsobem jsou spravována.  
 CU – customers – (z angl. zákazníci), předmětem zkoumání této oblasti je, co má 
informační systém zákazníkům poskytovat a jak je tato oblast řízena. Vymezení 
zákazníků: závisí na vymezení zkoumaného informačního systému. Mohou to být 
zákazníci v obchodním pojetí nebo vnitropodnikoví zákazníci používající výstupy ze 
zkoumaného informačního systému. Tato oblast si neklade za cíl zkoumat 
spokojenost zákazníků se stavem IS, ale způsob řízení této oblasti v podniku (tím 
prohlášením však není zpochybněn význam zkoumání spokojenosti zákazníků).  
 SU – suppliers – (v překladu dodavatelé), předmětem zkoumání této oblasti je, co 
informační systém vyžaduje od dodavatelů a jak je tato oblast řízena. Vymezení 
dodavatelů: závisí na vymezení zkoumaného informačního systému. Dodavateli 
mohou být dodavatelé v obchodním pojetí nebo vnitropodnikoví dodavatelé služeb, 
výrobků a informací, které s těmito výkony souvisí. Tato oblast si neklade za cíl 
zkoumat spokojenost zkoumaného podniku s existujícími dodavateli, ale způsob 
řízení informačního systému vzhledem k dodavatelům.  
 MA – management IS – tato oblast zkoumá řízení informačních systémů ve vztahu k 
informační strategii, důslednosti uplatňování stanovených pravidel a vnímání 
koncových uživatelů informačního systému. Metoda HOS 8 si neklade za cíl zkoumat 
v této oblasti znalosti managementu IS.  
 
Do oblastí zkoumaných použitou metodou je zahrnuta i oblast managementu informačních 
systémů, která zkoumá, jak je řízen provoz a rozvoj informačních systémů ve firmách. Svým 
postavením se jedná o velmi důležitou oblast, která dlouhodobě určuje stav a vyváženost 
informačního systému firmy. Toto je ovlivněno do značné míry i řídícími pracovníky 
informačních systémů, kteří často mohou ovlivňovat i ostatní zkoumané oblasti (HW, SW. 
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OW atd.). Oblasti Customers a Suppliers jsou do navrhované metody zařazeny z důvodů 
rostoucího propojování a integrace jednotlivých firemních informačních systému mezi sebou 
a informačními systémy dodavatelů a odběratelů. 
4.1.1 Určení hodnoty stavu i-té oblasti 
Pro zjištění stavu i-té oblasti informačního sytému je potřeba vyhodnotit otázky z dané 
oblasti a vypustit bodové ohodnocení s nejvyšší a nejnižší hodnotou. Dále pak se ze 
zbývajících čísel, pomocí aritmetického průměru spočítá hodnota stavu i-té oblasti. Toto číslo 
je následně zaokrouhleno na celé číslo, které udává hodnotu stavu i-té oblasti. 
 
4.1.2 Určení souhrnného stavu IS 
Souhrnný stav informačního systému se v metodě HOS 8 rovná stavu jeho nejnižší složky 
(hodnocené oblasti). Souhrnný stav informačního systému se najde pomocí vztahu:  
𝑢 =  𝑚𝑖𝑛 (𝑢1 ,𝑢2   , … , 𝑢8   )  
Prakticky to znamená, že hodnoty vypočtené v předchozím bloku jsou výchozími hodnotami 
pro vyhodnocení souhrnného stavu informačního systému. Tato čísla jsou seřazena a 
následně je z nich vybráno to nenižší 
𝑢 =  𝑚𝑖𝑛 (𝑢ℎ𝑤 , 𝑢𝑠𝑤 , 𝑢𝑜𝑤 , 𝑢𝑝𝑤 , 𝑢𝑑𝑤 , 𝑢𝑐𝑢 , 𝑢𝑠𝑢 , 𝑢𝑚𝑎 )  
 
Slovní interpretace souhrnného stavu informačního systému je:  
u = 5 znamená velmi vysokou souhrnnou úroveň stavu informačního sytému  
u = 4 znamená vysokou souhrnnou úroveň stavu informačního sytému  
u = 3 znamená střední souhrnnou úroveň stavu informačního sytému  
u = 2 znamená nízkou souhrnnou úroveň stavu informačního sytému  
u = 1 znamená velmi nízkou souhrnnou úroveň stavu informačního sytému  
  
Souhrnný stav informačního systému je důležitý výsledek metody HOS 8. Avšak aby bylo 
možné formulovat konkrétní doporučení a závěry, je potřeba souhrnný stav porovnat s 
významem informačního systému pro firmu. 
4.1.3 Stanovení vyváženosti IS 
Za zcela vyvážený informační systém se považuje takový, ve kterém jsou veškeré zkoumané 
oblasti na stejné kvalitativní úrovni. Jelikož tato situace nastává velmi výjimečně, lze říci, že o 
zcela vyrovnaném informačním systému, můžeme hovořit jen na teoretické úrovni. 
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Obrázek 9 - Zcela vyvážený IS 
Za vyvážený informační systém tedy považujeme systém, který splňuje následující podmínky:  
 V souboru hodnot stavů jednotlivých oblastí, se mohou vyskytovat maximálně dvě 
sousední hodnoty 𝑢 a 𝑢 + 1, přičemž jedna hodnota 𝑢 zde musí převažovat.  
 Vyváženým informačním systémem nazýváme ten, pro který platí  𝑢𝑖 −  𝑢 ≤ 1 a 
zároveň   𝑢𝑖 −  𝑢 ≤ 3
8
𝑖=1  
 
Za nevyvážené informační systémy považujeme všechny ostatní. Tzn. systémy, které nabývají 
alespoň 3 různých hodnot; nebo dvou různých nesousedních hodnot; nebo dvou sousedních 
se stejným výskytem jejich četností; nebo dvou sousedních hodnot, kde převažuje hodnota 
𝑢 +  1. U nevyváženého informačního sytému platí  
𝑚𝑎𝑥1 ≤ 𝑖 ≤8(𝑢𝑖 − 𝑢) ≥ 2 nebo   𝑢𝑖 −  𝑢 ≥ 4
8
𝑖=1  
 
Pro jednodušší rozlišení označujeme vyváženost informačního systému písmenem r, které 
nabývá následujících hodnot.  
Pro zcela vyvážené informační systémy   r = 1  
Pro vyvážené informační systémy     r = 0  
Pro nevyvážené informační systémy   r = -1  
 
Z výše uvedených údajů vyplývá, že zcela vyvážené a vyvážené informační systémy jsou 
efektivní, tzn. systémy kde r = 1 nebo r = 0. Naopak za neefektivní jsou považovány systémy 
nevyvážené, tzn. systémy kde r = -1 
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4.2 Analýza procesů 
4.2.1 Evidence kurzů 
Informace o všech kurzech, které firma nabízí, jsou uvedeny na internetové prezentaci firmy, 
která je spravovaná externí společností. Tyto informace jsou neměnné a nejsou uloženy na 
žádném jiném místě. Ve své podstatě se jedná o přeložené texty k oficiálním kurzům firem 
Microsoft, Cisco a CompTIA. Firma nemá např. žádné přímé informace o jednotlivých 
lektorech schopných učit specifické kurzy, o celkové spokojenosti zákazníků s kurzy atd. 
4.2.2 Správa termínů kurzů 
Jednotlivé kurzy jsou organizovány na přání zákazníků, kdy je stanoven minimální počet 
účastníků v kurzu. Firma má možnost doplňovat tyto termíny ke své internetové prezentaci, 
ve které má zpřístupněnu možnost měnit údaje. V případě zájmu zákazníka je vše 
zpracováno do přednastavené šablony v MS Excelu, kdy jsou do tohoto dokumentu doplněny 
informace o zákazníkovi, o účastnících a o termínu konání kurzu. Ač je to velmi zvláštní, až po 
zakázce na kurz se teprve firma snaží zajistit si na tento kurz lektora. Ve velmi ojedinělých 
případech se zajištění lektora nezdaří a firma je poté nucena kurz zrušit, případně posunout 
na jiný termín. V jednom týdnu je firma schopná uspořádat až 6 rozdílných kurzů, takže 
řešení Excel / Tužka + papír začíná být velmi problematické. 
4.2.3 Správa lektorů 
Firma nemá žádný ucelený systém, ani např. tabulku v Excelu, ve které by evidovala všechny 
možnosti svých lektorů. Jediný systém pro jejich správu je osobní adresář v Lotus Notes, kde 
jsou uvedeny kontakty na tyto lektory – email a telefon. Neexistuje žádná přesná evidence, 
která by ukládala historii školení - kdo kdy koho školil, jak byl zákazník spokojen, jaké byly 
problémy a podobně. Tento stav je nadále neudržitelný, a je potřeba zavést evidenci lektorů, 
už jen z důvodu jednoduššího organizování kurzů. U každého lektora by mělo být uvedeno 
jeho zaměření, které kurzy je schopen odškolit atd. 
4.2.4 Správa zdrojů 
Školení probíhá ve třech učebnách, které mají téměř shodné hardwarové i softwarové 
vybavení. Rezervace místností je vyřešena pouze tabulkou v Excelu, kdy je vidět jaký kurz 
bude v jednotlivých místnostech probíhat a kdo kurz povede. Tento rozpis funguje asi 
s měsíčním předstihem a je tvořen ručně vedoucí nebo její asistentkou. I zde samozřejmě 
existují problémy, které jsou například spojené se spoluprácí těchto dvou osob. Excelový 
soubor může editovat pouze jedna z nich v určitém čase. 
 
5 Vlastní návrhy řešení, přínos (efektivnost) návrhů řešení 
Požadavky na aplikaci byly získány během několika rozhovorů s odpovědnými osobami 
školícího centra BIT Cz, pro které je portál vyvíjen. Z těchto požadavků byla následně 
vytvořena struktura portálu a schéma databáze. Jedním z klíčových požadavků byla možnost 
práce odkudkoli, která vedla k volbě vytvoření webové aplikace. V takovém případě stačí pro 
práci jakékoli zařízení připojené k internetu, a uživatel tedy nemusí instalovat speciální 
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aplikaci. Celá aplikace by měla nabízet tři zcela odlišná rozhraní – administrátorské, 
uživatelské a veřejné. Veřejné rozhraní bude reprezentováno klasickou webovou prezentací, 
která bude používat data uložená na mysql databázovém enginu. Administrátorské a 
uživatelské rozhraní bude sloužit pro práci se samotným systémem a nebude přístupné 
veřejnosti. 
5.1 Analýza požadavků na aplikaci dle jednotlivých uživatelů 
5.1.1 Administrace systému 
Administrátor aplikace by měl mít přehled nad všemi uživateli aplikace. Pro snadnější správu 
systému jsou uživatelé rozděleni do uživatelských skupin. Administrátor aplikace by měl být 
schopen zajistit plynulý provoz aplikace. Aby toho byl schopen, musí mít možnost přidávat 
nové uživatele, mazat existující uživatelské účty a měnit údaje uživatelů. V případě, že 
uživatel zapomene své heslo pro přihlášení, má administrátor systému možnost poslat mu 
nové heslo emailem. V tomto případě je nové heslo generováno aplikací podle určitých 
pravidel a není administrátorovi nikde zobrazeno. V roli administrátora aplikace působí 
produktoví manažeři a vedoucí lektor společně s ředitelkami poboček. 
 
Obrázek 10 - UseCase diagram aktivit administrátora systému 
Další aktivity, která má na starosti síťový administrátor jsou zejména zabezpečení celého 
systému a zajištění plynulosti jeho provozu. Pro zabezpečení systému je nutné správně 
nastavit jednotlivé služby běžící v rámci operačního systému, tedy webový server IIS, PHP 
engine a MySQL databázi. U každé služby platí trochu odlišné postupy pro zabezpečení, a 
také pro zajištění vysokého výkonu. 
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V rámci vysoké dostupnosti je nutné také provádět zálohu databáze, včetně její údržby. 
K tomuto slouží několik dostupných nástrojů, které je možné využít. Jednoznačně platí, že 
data musí být zálohována v pravidelných intervalech. Firemní politika stanovuje, že data jsou 
zálohována 2x denně a to v 12.00 a poté v 17.00. Zálohy jsou uloženy na dva různé 
fileservery, díky velikosti IS a dostupnosti rychlého internetového připojení jsou zálohy 
uloženy v různých lokalitách tzv. on-site a off-site set. 
 
Samotná správa serveru zahrnuje údržbu Windows Serveru 2008, tedy zejména instalaci 
aktualizací, zálohování samotného systému, sledování výkonnosti, bezpečnosti, nastavení 
služby IIS a dalších nutných služeb, které jsou pro infrastrukturu potřeba. Administrace 
serveru je spojena s celkovou administrací IS/IT infrastruktury školícího centra. 
 
 
Další rozdělení uživatelů vychází z jejich požadavků na získávaná data z informačního 
systému. Uživatele jsou rozděleni do těchto skupin 
 Administrátor – správa a nastavení IS  
 Ředitelka LC 
 Vedoucí lektor 
 Produktoví manažeři 
 Obchodníci 
 Lektoři 
 Technici 
 Koordinátorka kurzů a klientský servis 
5.1.2 Vedoucí lektor 
Nejdůležitějším lektorem v celé hierarchii je jednoznačně vedoucí lektor, který navenek 
reprezentuje celý lektorský sbor. Vedoucí lektor potřebuje mít do systému téměř neomezený 
přístup, tak aby byl schopen si zajistit přehled o všech aktivitách lektorů, jednotlivých 
probíhajících kurzech, přiřazení lektoru na kurzy, jejich volném čase. Zároveň určuje 
jednotlivé produktové manažery pro oblasti kurzů.  
37 | S t r á n k a  
 
Obrázek 11 - UseCase diagram aktivit VLS 
Vedoucí lektorského sboru zajišťuje konzistentní úroveň lektorského sboru v oblasti 
organizační a v oblasti prezentačních dovedností, je tedy mj. odpovědný za příjem nových 
lektorů, vstupní pohovory, vzdělávání lektorů v oblasti prezentačních dovedností. VLS dále 
s lektorským sborem komunikuje jako s celkem – tedy hlavní novinky, pravidla a 
informace. Vedoucí lektorského sboru kontroluje výkon lektorů v učebnách a o svých 
zjištěních informuje příslušné kompetentní pracovníky společnosti a vedení společnosti. Do 
této oblasti spadají tyto činnosti: 
 Sledování práce lektorů formou náhledů a pohovorů se zaměřením na prezentační 
dovednosti i na odbornou způsobilost. O výsledku svého náhledu informuje 
příslušného lektora, jeho PM a ŘP, event. vedení společnosti. 
 Vytváří přehledy hodnocení lektorů pro vedení, má možnost procházet hodnocení od 
účastníků. 
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5.1.3 Produktoví manažeři 
Každá oblast kurzů má svého produktového manažera, který je odpovědný za její správné 
fungování. Produktový manažer má 3 základní okruhy odpovědnosti: 
 Definice produktů 
 Práce s lektorským týmem 
 Operativní spolupráce s KS 
 
V rámci těchto okruhů pracuje samostatně na základě metodického řízení VLS, což znamená 
určení termínů a formy odevzdání výsledků. Produktový manažer je jmenován a odvoláván 
ředitelem společnosti. 
 
 Tvorba strategie firmy v dané oblasti, sledování novinek a trendů, návrhy možných 
směrů rozvoje, iniciace nestandardních akcí (typu TechEd, Metro, TTT). 
 Návrh kurzů, změn, rozsahu a délky kurzů. Tyto návrhy připomínkuje a schvaluje v 
prvním kole MPPO a finálně schvaluje vedení společnosti. 
 Příprava podkladů pro katalog za danou oblast (kurzy, anotace, osnovy, graf 
návazností). 
 Kontrola a schvalování korektur v katalogu za danou oblast. 
 Zajištění informačního servisu o kurzech pro ostatní části firmy (pro lektory, klientský 
servis i obchodníky). Místo a forma uložení je určována VLS: verze software, na 
kterém školíme, požadavky na hardware, literatura ke kurzu pro studenty, jaké 
materiály ke kurzu používáme pro lektory (literatura, PowerPoint prezentace, 
příklady, soubory, další materiály...), jaké materiály je třeba zkopírovat v případě 
nedodání příruček (MOC), správa osnov 
 Vytváření návrhu na zařazení kurzů do finančních pásem dle obtížnosti při zachování 
zásady rovnoměrnosti, podléhá schválení ŘP Praha. 
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Obrázek 12 - UseCase diagram aktivit produktového manažera 
PM vede tým lektorů, který pracuje v dané oblasti. Cílem práce PM je to, aby firma měla k 
dispozici tým lektorů, schopný zajistit výuku v nabízených kurzech. V rámci svého týmu PM 
zajišťuje následující činnosti. 
 
 Účast na přijímání nových lektorů (posouzení odborných znalostí). K přijetí lektora je 
třeba souhlasu jak PM, tak i VLS. 
 Posuzování odborné způsobilosti lektorů pro kurzy dané oblasti (tzv. interní 
certifikace). 
 Stanovování priorit lektorů na jednotlivé kurzy v oblasti z hlediska odbornosti. 
 Vedení osobního rozvoje lektorů dané oblasti, zejména koordinace zájmů lektora o 
jednotlivé kurzy s potřebami LC. Pokud daná aktivita vyžaduje finanční prostředky ze 
strany LC, pracuje na základě předem dohodnutého rozpočtu (event. fondu hodin pro 
přípravy) nebo po dohodě s ŘP. 
 Procházení hodnocení od účastníků kurzů, sledování statistik o lektorech. 
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PM pravidelně komunikuje s Klientským servisem ohledně přípravy a realizace kurzů hlavně 
v případě realizace "nestandardních" školení, kdy se rozhoduje hlavně dle zjištěných 
informací od zákazníka(přání zákazníka, úroveň posluchačů, technické zabezpečení), poté 
může být vytvořen jednorázový kurz s vybraným lektorem, kterému PM schvaluje i odměnu 
za přípravu na tyto akce. 
 
5.1.4 Vedoucí poboček 
Ředitel pobočky je plně zodpovědný za správnou činnost podřízeného KS. 
Kromě řízení a kontroly činnosti KS zajišťuje tyto činnosti: 
 ŘP vede agendu smluv s externími lektory přidružených k dané pobočce včetně 
aktualizace sazeb na základě zvýšení jejich kvalifikačních předpokladů. Návrhy na 
změny sazeb odměn lektorů a  pásmových příplatků předkládá řediteli VLS na základě 
podkladů PM. 
 ŘP domlouvá zvláštní finanční podmínky při speciálních akcích. Všechny finanční 
podmínky jsou ošetřeny v dokumentech Odměňování a Příplatky. Ve výjimečných 
případech může VLS udělat změnu v sazbě za školení, tuto změnu však předkládá 
řediteli pobočky. 
 ŘP schvalují faktury externích lektorů. 
 ŘP řeší reklamace zákazníků, stěžujících si na lektory a na práci KS. 
 ŘP schvaluje návrh PM na zařazení kurzů do pásem a stanovuje výši bonifikace za 
jednotlivá pásma. 
 ŘP přijímá náměty a stížnosti PM ohledně průběhu kurzů a na jejich základě 
rozhoduje o dalších opatřeních v rámci svých pravomocí nebo usiluje o řešení 
problémů v rámci vedení společnosti. 
 ŘP přijímá náměty a stížnosti VLS ohledně průběhu kurzů a na jejich základě 
rozhoduje o dalších opatřeních v rámci svých pravomocí nebo usiluje o řešení 
problémů v rámci vedení společnosti. 
 ŘP domlouvá s PM objemy fondů (finančních a člověko-dní) potřebných k zajištění 
rozvoje lektorského sboru v dané oblasti. Pokud se jedná o celofiremní záležitosti, je 
k tomu zmocněn ŘP Praha. ŘP následně kontroluje a schvaluje čerpání dohodnutých 
fondů. 
5.1.5 Klientský servis 
Úkolem klientského servisu je realizovat objednaná školení a zajistit jejich korektní průběh. 
KS má konečné slovo v přiřazování lektorů ke kurzům a konzultacím dle priorit a potřeb 
počítačové školy. Při svém rozhodování se řídí návrhy PM a názory VLS. KS má povinnost 
kontroly docházky lektorů podle pravidel stanovených vedením firmy. V případě 
mimořádných událostí (nemoc, pozdní příchod lektora) věnuje maximální úsilí pro zajištění 
výuky a jiná organizační opatření k minimalizaci ztrát. Pokud si některý z účastníků přeje 
skončit dříve, bude mu certifikát vydán na klientském servisu a tato skutečnost bude 
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zaznamenána v prezenční listině. Požadavky na dřívější vydání certifikátu musí být na KS 
oznámeny lektorem nebo účastníkem nejpozději do 10 hodin posledního dne kurzu. Mezi 
další hlavní aktivity KS patří 
 KS vydává lektorské příručky a podpůrné pomůcky (CD, ovladače projektorů,…). 
 KS zapisuje hodnocení účastníků kurzů do informačního systému. 
 KS zaznamenává informace o průběhu kurzů a o práci lektorů do informačního 
systému a kompletuje data potřebná pro statistiky o práci lektorů. 
 KS zajišťuje chod kurzů a materiály pro kurzy. 
5.2 Uživatelské rozhraní  
Tato část aplikace není přístupná všem návštěvníkům stránek. Díky tomu, že je v odděleném 
adresáři a s částí pro návštěvníky nesdílí žádný soubor může být umístěna na zcela jiném 
serveru než část pro návštěvníky. Pro určitou formu zabezpečení se u některých systémů 
používá možnost běhu této části aplikace na separátním serveru, který je dostupný pouze 
v rámci intranetu školícího centra. Tohoto se dá docílit velmi snadno i na IIS serveru, který je 
pro nasazení aplikace použit, ale poté je potřeba počítat s dalšími prvky infrastruktury, které 
jsou nutné pro externí přihlášení k aplikaci. 
 
5.2.1 Přihlášení k aplikaci 
K přihlášení do aplikace slouží přihlašovací formulář, ve kterém uživatel vyplní své uživatelské 
jméno a heslo do připravených textových polí. Heslo se nezobrazuje ve viditelné formě, 
pouze je vidět odpovídající počet hvězdiček. Po stisknutí tlačítka Login se odešle uživatelské 
jméno a heslo do skriptu login.php, který ověří, že v databázi existuje záznam se stejným 
uživatelským jménem, se stejným otiskem hesla, a že není blokováno přihlášení uživatele, ani 
uživatelské skupiny. Pokud je vše v pořádku, je spuštěna session a do databáze je uložen 
záznam, který obsahuje sessionID a časový údaj pro další autorizaci uživatele při jeho práci s 
aplikací. V případě, že uživatel zadá nesprávné uživatelské jméno nebo heslo, bude 
přesměrován na úvodní stránku s přihlašovacím formulářem. V případě, že je zjištěno 
blokování přihlášení pro jeho účet nebo jeho uživatelskou skupinu, je uživatel přesměrován 
na stránku s odpovídajícím chybovým hlášením. V takovém případě musí uživatel 
kontaktovat administrátora a požádat jej o zrušení blokování. 
 
Po přihlášení je zaměstnanci zobrazena úvodní stránka aplikace, kde jsou zobrazeny aktuální 
kurzy v tabulce, která obsahuje název, lokalitu, lektora atd. Většina informací je zobrazena 
jako odkaz na detailní info.  
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Obrázek 13 - Hlavní seznam kurzů 
 
Na této stránce má také uživatel zobrazeny informace o svém posledním přihlášení. Je zde 
uvedeno datum, doménové jméno počítače a IP adresa počítače, ze kterého se naposledy 
přihlásil k aplikaci.  
 
 
Obrázek 14 - Login informace 
5.2.2 Správa kurzů 
Správa kurzů patří k jedné z nejdůležitějších částí aplikace. Přímo k seznamu všech kurzů se 
uživatel dostane z hlavní stránky pomocí tlačítka „Courses“. V seznamu všech kurzů je možné 
vyhledávat kurzy dle zkratky (kódu) kurzu nebo jeho jména. Seznam kurzů může být 
poměrně obsáhlý, jen kurzů od firmy Microsoft je více než 100. U každého kurzu je uveden 
kód, název, cena a délka trvání kurzu. Více informací je dostupných na stránce s detaily 
kurzu. 
 
Obrázek 15 - Seznam kurzů 
V detailech daného kurzu je uveden zejména obsah kurzu, jeho anotace, doporučená 
literatura ke kurzu a také interní poznámky k danému kurzu. Tyto interní informace 
samozřejmě nejsou zobrazeny na externím portálu firmy, tyto slouží jen pro lektory a hlavně 
obchodní oddělení. 
 
Vytvoření nového kurzu je velmi jednoduchou záležitostí, stačí využít formulář, na který se 
uživatel dostane ze seznamu kurzů. Mezi povinné položky patří kód a název kurzu, cena a 
z rozbalovacích nabídek vybrání typu, kategorie a délka kurzu. Rozhodně ne každý uživatel 
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systému má možnost zadávat nové kurzy. Pro zadání nového kurzu je nutné mít oprávnění, 
která standardně mají všichni produktoví manažeři. 
 
 
Obrázek 16 - Nový kurz 
Při zadávání nového kurzu jsou sice k dispozici poznámky, ale jak je vidět na obrázku výše, 
tak přímo při vytváření kurzu se hned nezadávají údaje o literatuře a obsahu kurzu, protože 
se v mnoha případech může jednat o kurz uzavřený, většinou jednorázový, a takové kurzy 
není nutné zveřejňovat na webových stránkách. Tedy až v případě, že se jedná o založení 
nového kurzu, který bude nabízen veřejnosti, pak budou vyplněny informace o obsahu a 
literatuře. Navíc v mnoha případech tyto informace nejsou k dispozici včas, což je opět 
případ kurzů společnosti Microsoft, která oznámí nové kurzy, ale jejich detailní obsah, 
potřebné prezentace atd. vydány nejsou.  
 
Samotná tvorba kurzu není zachycena tímto IS, protože v současné době systém 
nepodporuje paralelní workflows, které pro svou implementaci vyžadují poměrně náročné 
prostředky. Pro informační podporu tvorby kurzů je využita platforma Microsoft Office 
Sharepoint Server 2007 (MOSS), která velmi dobře podporuje workflows. MOSS 2007 je 
integrovaná sada snadno ovladatelných serverových aplikací6, které zvyšují efektivitu 
organizace, neboť umožňují komplexně spravovat informační obsah, a získávat tak vyšší 
obchodní hodnotu z informačních zdrojů, zrychlit interní a externí obchodní procesy, u nichž 
je zapotřebí sdílení informací, efektivně získávat a prezentovat informace a díky tomu 
přijímat kvalifikovanější rozhodnutí, sdílet obchodní informace s vyšší důvěrou v jejich 
zabezpečení v rámci organizace i mimo ni a poskytnout oddělení IT jedinou, integrovanou, 
rozšiřitelnou platformu pro správu intranetových, extranetových a internetových aplikací v 
celé organizaci. Nad rámec funkcí poskytovaných službou WSS představuje MOSS komplexní 
informační portál, zastřešující jednotlivé týmové weby a kolekce webů, nabízející navíc 
pokročilé vyhledávání v rozličných datových zdrojích, integrovaná workflow pro automatizaci 
procesů, možnost propojení portálu s externími datovými zdroji a následnou prezentaci 
                                                     
6
 Zdroj: www.microsoft.com 
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těchto dat pomocí funkce správce obchodních dat, základní nástroje pro vyhodnocování 
obchodních dat pomocí KPI seznamů, výpočtové a formulářové služby umožňující 
prezentovat online Excelové sešity a InfoPath formuláře (sloužící samozřejmě i pro sběr dat), 
možnosti pro archivaci dokumentů, osobní weby a pokročilou správu webového obsahu. 
 
 
Obrázek 17 - Proces tvorby kurzu 
Jak je vidět z diagramu procesu, tak tvorba kurzu je velmi komplikovanou, časově náročnou, 
aktivitou. Ve většině případů se tvorby účastní jen zkušenější lektoři, kteří mají dobré 
zkušenosti s kurzy dodávanými firmou Microsoft, a jsou schopni do vlastních kurzů dodat 
právě to, co v běžných kurzech chybí. 
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5.2.3 Správa lektorů 
Správa trenérů slouží hlavně jako adresář všech lektorů, se kterými školící centrum 
spolupracuje. V drtivé většině se jedná o externí lektory, pracující pro školící centrum přes 
živnostenské oprávnění. Jen velmi malá část z týmu jsou interní zaměstnanci. Každému 
lektorovi je při jeho zadání do systému přiřazeno uživatelské jméno, a zároveň je mu 
vytvořeno několik emailových adres. Tyto úkony má právo provádět opět produktový 
manažer, pod kterého daný lektor bude spadat. Je samozřejmě možné si lektory mezi 
produktovými manažery předávat. Z hlediska systému je produktový manažer pro lektora 
velmi důležitý. Má jako jeden z mála uživatelů právo měnit údaje o lektorovi, přiřazovat mu 
priority na kurzech atd., ale pouze ředitelka domovské pobočky má právo měnit lektorovi 
jeho standardní denní odměnu. Pohyblivou složku odměny, tzv. náročnostní příplatek může 
měnit naopak pouze produktový manažer, a je zcela na něm, jaký příplatek za každý 
stanovený kurz bude lektorům přiznán.  
 
 
Obrázek 18 - Detaily lektora 
Lektoři jsou na jednotlivé kurzy obsazovány koordinátorkou kurzů, dle doporučení svých 
produktových manažerů. Je-li potřeba vytvořit nestandardní kurz – kurz na míru pro 
zákazníka – tak opět produktový manažer doporučuje jednoho nebo více lektorů, kteří 
mohou danou konzultaci nebo školení zvládnout. Ti jsou dále kontaktování koordinátorkou 
s dotazem, zda-li by byli schopni danou akci zvládnout a mají o ni zájem. V případě klasických 
kurzů se většinou nestává, že by lektoři kurzy odmítali, snad pouze z časových důvodů, 
protože většina z nich jsou studenti vysokých škol. U nestandardních akcí je však riziko 
odmítnutí vyšší, protože je zpravidla vyžadována rozsáhlá příprava ze strany lektora. 
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5.2.4 Správa zákazníků a účastníků 
Grafické rozhraní pro správu zákazníků a účastníků školení je obdobné jako rozhraní pro 
správu lektorů. Ukládají se tedy podobné obecné informace pomocí standardních formulárů 
jako jsou adresa, kontakty, bankovní spojení atd. Přístup k informacím o zákaznících má celý 
obchodní a marketingový team. 
5.2.5 Odhlášení 
V hlavním menu aplikace je umístěno tlačítko pro odhlášení ze systému. Po stisknutí toho 
tlačítka je spuštěn skript logout.php. Tento skript potřebuje ke své funkci přístup k databázi. 
Proto je k tomuto skriptu připojen skript db.php, který zajišťuje přístup k databázi. Skript 
logout.php spustí relaci, a zjistí její ID. Poté jsou v databázi smazány všechny záznamy, 
obsahující to ID relace. Skript dále smaže všechny proměnné, které jsou v relaci uložené a 
relaci ukončí. Poté je skript přesměrován na úvodní stránku s přihlašovacím formulářem. 
 
5.3 Bezpečnost  
Problematika bezpečnosti informačních systémů je u nás často podceňována, protože 
dokáže spolykat značné množství zdrojů, aniž přitom generuje jakýkoli zisk. Investice do 
bezpečnosti sice nevydělávají, ale chrání společnost před možnou ztrátou.   
Bezpečný IS lze definovat jako systém, který chrání informace během jejich vstupu, 
zpracování, uložení, přenosu a výstupu proti ztrátě dostupnosti, integrity a důvěrnosti a po 
jejich likvidaci proti ztrátě důvěrnosti. Bezpečnost IS je velmi rozsáhlý problém, který tvoří 
řetěz složený z článků - jednotlivých podoblastí bezpečnosti. Síla řetězu je rovna síle 
nejslabšího článku.  
 
Obrázek 19 - Diagram IS 
ISLidé
SW
HW
Procedury
Data
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Informační technologie zpracovávají stále více a více informací s velkou hodnotou. Pokud 
hovoříme v souvislosti s informačními technologiemi o zpracovávání informací, pak tím 
rozumíme použití těchto technologií k uchovávání, přenosu, vyhodnocování a prezentaci 
informací. Poněvadž se mnohdy jedná o informace s nezanedbatelnou hodnotou (např. 
zdravotní záznamy, daňová přiznání, bankovní účty, elektronické platební nástroje, výsledky 
vývoje nebo výzkumu, obchodní záměry), musí být chráněny tak: 
 aby k nim měly přístup pouze oprávněné osoby 
 aby se zpracovávaly nefalšované informace 
 aby se dalo zjistit, kdo je vytvořil, změnil nebo odstranil 
 aby nebyly nekontrolovaným způsobem vyzrazeny 
 aby byly dostupné tehdy, když jsou potřebné. 
 
Jakákoliv opatření směřující ke zvýšení úrovně bezpečnosti IS skutečně pouze odčerpávají 
dostupné finanční prostředky a nejsou zdrojem žádného výnosu ani zisku. Naopak, 
zabezpečení ve větší či menší míře klade překážky do cesty procesům, který kladný finanční 
tok zajišťují. Zpomalují práci chráněného systému, zvyšují nároky na uživatele, kteří jsou 
nuceni zvládat manipulaci s bezpečnostními mechanismy a vyžadují zásahy do organizace 
pracovních postupů, bez nichž by implementace bezpečnosti byla zbytečná.  
Přesto investice do bezpečnosti IS jsou účelným vynaložením prostředků, protože chrání 
klíčové procesy před poškozením a informace před zcizením a následným zneužitím. 
Nepodílejí se na tvorbě zisku, ale zajišťují jeho udržení. Redukují riziko a minimalizují ztráty 
v případě, že riziková událost nastane. Zde obzvláště platí, že hodnotu něčeho poznáme až to 
ztratíme. Nejčastější důsledky útoků: 
 Znehodnocení částečné nebo úplné 
 Pozměnění částečné nebo úplné 
 Znehodnocení či zneužití krádeží 
 Zneužití podsunutím falešné informace 
 Dočasná nebo trvalá ztráta informace 
5.3.1 Bezpečnost v rámci aplikace 
V rámci aplikace je bezpečnost v prvé řadě založena na správné kombinaci uživatelského 
jména a hesla, které uživatel musí zadat během přihlášení k aplikaci. Toto heslo je pro 
uživatele poprvé vygenerováno automaticky systémem během vytvoření účtu. Každé 
vygenerované heslo je komplexní a poměrně dobře zapamatovatelné. Za komplexní heslo lze 
považovat takové, které splňuje předepsanou délku minimálně 6–8 znaků, nemělo by 
obsahovat podřetězec z uživatelského jména a mělo by obsahovat znaky z alespoň dvou 
různých znakových skupin (malá a velká písmena, číslice, další běžné znaky).  
 
48 | S t r á n k a  
Použitím vygenerovaného hesla je zamezeno využití takových hodnot, které jsou velmi lehce 
odhadnutelné. Uživatel hazardér nejčastěji zvolí heslo „heslo“, „123456“ nebo „qwert“. 
Qwert sice vypadá jako nesmyslný shluk písmen a budí dojem bezpečného hesla, zkuste si ho 
však napsat a uvidíte jak „bezpečné“ heslo to je. Uživatel průměrný jako heslo většinou volí 
jméno manželky, milenky, dcery, syna, rodné číslo, telefonní číslo a podobně. Vždy má heslo 
nějakou souvislost s jeho majitelem, takže nezná-li případný útočník svojí 'oběť' nemá valnou 
šanci heslo odhadnout (nemluvíme zde o útoku hrubou silou, kdy počítač prostě vyzkouší 
všechny možné kombinace) a takovéto heslo je relativně bezpečné pro zajištění méně 
důležitých dat. Zkušený a bezpečnosti znalý uživatel jako své heslo volí hodnoty např. 
„MpsjA;m4n.“ Takové heslo je prakticky neuhodnutelné i v případě, že uživatele známe, ale 
na druhou stranu je velmi těžko zapamatovatelné. V některých případech se používají různé 
mnemotechnické pomůcky jako pro již zmíněné heslo první písmena z věty „Můj pes se 
jmenuje Alík; má 4 nohy.“ 
 
V případě LCIS je použita funkce pro generování hesel, která splňují podmínky komplexních 
hesel, a je přitom dobře znějící a relativně lehce zapamatovatelné. Funkce přebírá na svém 
vstupu dva parametry, a to počet písmen a číslis, které mají být v hesle použity. Poté jsou 
pravidelně střídány souhlásky a samohlásky, tak aby bylo heslo dobře znějící. Posléze jsou 
k heslu přidány náhodně vybrané číslice a heslo je vráceno zpět jako návratová hodnota 
funkce. 
 
function generateMnemonicPassword($letters = 8, $digits = 2) 
{ 
 $charset = array( 
  array('b', 'd', 'f', 'g', 'h',  'k', 'l', 'm', 'n', 'p', 'r', 's', 't', 'v', 'w', 'z'), 
  array('a', 'e', 'i', 'o', 'u') 
 ); 
 $password = ''; 
 for ($i = 0; $i < $letters; $i++) { 
  $password .= $charset[$i % 2][array_rand($charset[$i % 2])]; 
 } 
 for ($i = 0; $i < $digits; $i++) { 
  $password .= rand(0, 9); 
 } 
 return ucfirst($password); 
} 
 
Příklad hesel vytvořených touto funkcí: 
Tidehofa50  Gomanefe52  Tasigawa30  Ludapamo49 
Molewemo13  Fifisoma03  Duvubapa03  Vigunabe85 
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Vytvořené heslo  je posléze uživateli zasláno na email. Administrátor k tomuto heslu nikdy za 
žádných okolností nemá přístup. Pro zhodnocení vygenerovaných hesel můžeme použít 
několik dostupných „kalkulaček“ síly/kvality hesla. 7 
 
 
Obrázek 20 - Test hesla 
Uživatelské jméno i heslo je uložené v databázi, v tabulce uživatelů. Samozřejmě není 
bezpečné ukládat do databáze heslo v čitelné podobě, protože v případě úniku dat je možné 
                                                     
7
 Zdroj: www.passwordmeter.com 
50 | S t r á n k a  
získat platné kombinace uživatelských jmen a hesel. V databázi máme uloženou tzv. hash 
hodnotu hesla. Hashing je jednosměrný šifrovací algoritmus, který vytvoří z hesla nový 
řetězec o pevně stanovené délce. Tato délka je závislá pouze na použitém algoritmu a nijak 
nesouvisí s délkou textu, který šifrujeme. Z výsledného řetězce již heslo nelze zpět 
rekonstruovat. Systém PHP nám nabízí několik hashovacích funkcí, z nichž je nejznámější 
MD5() a SHA1(). Ve vytvořené aplikaci je pro uložení hesel do databáze použita funkce 
MD5(), která využívá stejnojmenný algoritmus. 
 
V tomto případě jsou hesla dobře chráněná, nicméně stále existuje možnost heslo 
odposlechnout při síťové komunikaci, protože není použito SSL spojení. Řešením by mohlo 
být použití MD5 funkce již na straně klienta, implementované v javascriptu. A stále zde 
zůstává lidský faktor. Pokud si uživatel přilepí své heslo na monitor, neochrání aplikaci ani ty 
nejsilnější šifrovací algoritmy. 
 
Algoritmus MD5 byl vytvořen v roce 1991 (Ronaldem Rivestem), aby nahradil dřívější 
hašovací funkci MD4. V roce 1996 byla objevena vada v návrhu MD5, a i když nebyla zásadní, 
kryptologové začali raději doporučovat jiné algoritmy, jako je například SHA-1 (i když ani ten 
již dnes není považován za bezchybný).  
 
Obrázek 21 - MD5 Elementární operace 
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Kryptografický hašovací algoritmus SHA-1 byl původně definován ve FIPS 180-1, tato 
specifikace je však již nahrazena novější verzí FIPS 180-2, která obsahuje navíc i definice 
nových variant (někdy souhrnně označovaných jako SHA-2), které zahrnují SHA-224, SHA-
256, SHA-384 a SHA-512. SHA-1 rozděluje vstupní zprávu na bloky o délce 512 bitů, poslední 
blok zprávy doplňuje a zarovnává, včetně přidání údaje o délce zprávy, na nějž je vyhrazeno 
posledních 64 bitů. SHA-1 tak může zpracovávat vstupní zprávy o délce až do 2^64-1 bitů, tj. 
cca 2.305.840 TB. Uvedením délky se výrazně ztěžuje možnost nalezení a výskytu kolizí mezi 
zprávami různých délek – kolize je primárně potřeba hledat mezi zprávami zcela shodné 
délky. Výstup SHA-1 má délku 160 bitů, tj. 20 bytů. SHA-1 je, podobně jako jiné hašovací 
funkce, tzv. iterativní hašovací funkce. To znamená, že při zpracování každého 512bitového 
bloku se vždy použije stejný modul tzv. vnitřní kompresní funkce. Kompresní funkce má dva 
vstupy, 160bitový (v prvním kroku je inicializován předepsaným inicializačním vektorem, v 
dalších krocích přenosy z výstupů minulých kroků jako tzv. kontext) a 512bitový (blok dat). 
Po zpracování posledního bloku se výstup kompresní funkce použije jako výstupní hodnota. 
 
 MD5 SHA1 SHA2-512 RIPEMD-160 
Velikost výstupu 128b 160b 512b 160b 
Základní velikost bloku 512b 512b 1024b 512b 
Počet kroků 64 80 80 160 
Maximální velikost zprávy Unlimited 264-1b 2128-1b Unlimited 
Tabulka 3 - Porovnání hash funkcí 
 
Vezmeme-li opět první z vygenerovaných hesel „Tidehofa50”, pak jednotlivé hash hodnoty 
pro toto heslo jsou následující 
 
Algoritmus Výstupní hodnota 
MD5 59c6396371f163f417a2ed4e4886f72c 
SHA1 8850f6e69594b7527241c54e60ad4f32507b6cbe 
SHA2-512 29b96317d778465819221fc506a926fe86d2bfc2fb30a6709e4bd2587307d5c60c95f6
638361d90dd5d578d1536f6649843606dff01d7f08dd58d86ad7bc930b 
RIPEMD160 UtUeIFONWuimUUp4BuoQgL9ruvo= 
Tabulka 4 - Hash hodnoty zkušebního hesla 
Hash funkce MD5 je použito i v dalším mechanismu zabezpečení aplikace a to kontroly tzv. 
session. Systém PHP nám poskytuje několik užitečných funkcí pro správu session neboli 
relace. V dalším textu se budu držet anglického názvu, kvůli jménům jednotlivých funkcí a 
proměnných. Pro spuštění session je potřeba zavolat funkci session_start(). Každá session 
může mít své jméno, a má své unikátní ID. ID session je možné zjistit pomocí funkce 
session_id(). Pokud chceme spravovat session určitého jména, je nutné toto jméno nastavit 
pomocí funkce session_name() ještě před spuštěním session. Do session je možné ukládat 
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proměnné pomocí tzv. superglobální proměnné $_SESSION*+. V této aplikaci je session 
využité k autorizaci uživatele. V databázi je vytvořena tabulka session, která obsahuje pouze 
dva sloupce, sessionID a sessionTime. 
 
 
Obrázek 22 - Ukázka session hodnot 
V každém skriptu je načten soubor LoginCheck.php, který má za úkol ověřit, je-li uživatel 
přihlášen a nevypršela-li nastavená maximální doba od jeho poslední akce, která je 
nastavena na 5 minut. Nejprve je nastaveno jméno session na autorizace a následně je 
session spuštěna. Poté pomocí funkce date s formátovacím řetězcem “U“ zjistím tzv. 
timestamp, což je počet sekund od 1. ledna 1970. Od této hodnoty odečtu 5 minut a tento 
čas uložím do proměnné ad (300 sekund). Pomocí SQL dotazu zjistíme, je-li v tabulce záznam 
ze stejným ID session a časem větším než v proměnné ad. Pokud existuje takový záznam, je 
uživatel autorizován a do databáze je uložen nový čas session. Pokud takový záznam není, je 
nejprve v tabulce odstraněn záznam, který má stejné sessionID, pokud existuje. A poté je 
session ukončena a uživatel je přesměrován na chybovou stránku, kde je mu zobrazena 
informace o vypršení času a je požádán o opětovné přihlášení. 
 
logincheck.php 
$SN = "authorization"; 
session_name($SN); 
session_start(); 
$sid = session_id(); 
$date = Date("U"); 
$ad = Date("U") - 300; 
 
$query = mysql_query("SELECT * FROM sessions WHERE (sessionid = '$sid') AND (sessiontime 
>= $ad)"); 
 
If (mysql_num_rows($query) <> 1) { 
 mysql_query("DELETE FROM sessions WHERE sessionid = '$sid'"); 
 session_unset(); 
 session_destroy(); 
 mysql_free_result($query); 
 Header("Location: index.php"); 
} 
else { 
 mysql_query("UPDATE sessions SET sessiontime = $date WHERE sessionid = '$sid'"); 
 mysql_free_result($query); 
} 
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Toto nám slouží i jako ochrana proti tzv. deep links attack, kdy se útočník snaží zjistit jména 
skriptů nebo adresářů, ke kterým má běžný uživatel přístup až po jeho autorizaci. Pokud 
útočník zjistí jméno nějakého skriptu, případně i jeho parametry, nebude jej stejně moci 
použít, protože nebude autorizován pomocí session a bude pouze přesměrován na úvodní 
stránku s chybovým hlášením. 
 
5.3.2 Zabezpečení na úrovni webového serveru 
5.3.2.1 Omezení IP adres 
Další vrstvu zabezpečení v rámci aplikace tvoří pravidla pro přístup k jednotlivým částem 
systému. Neveřejná část aplikace nemá být dostupná veřejnosti přes internet, ale oprávnění 
uživatelé mají mít možnost se všemi informacemi pracovat i ze svých domácích PC, 
cestovních notebooků, zkrátka odkudkoli. Abychom se vyhnuli vystavení aplikace na internet 
a ochranu pouze kombinací uživatelského jména a hesla, jsou na webovém serveru 
nastaveny přístupové pravidla, která stanovují IP adresy počítačů, které mohou do aplikace 
přistupovat. 
 
 
Obrázek 23 - Konfigurace IIS 
Pomocí modulu „Omezení podle IPv4 adresy nebo domény“ je nastaveno, že k aplikaci 
mohou přistupovat pouze uživatelé, jejichž IP adresa patří do sítě 192.168.0.0/25. Tento 
rozsah je povolen na serveru zprostředkovávajícím VPN připojení pro uživatele mimo firemní 
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sít. Druhým rozsahem, který je povolen, je rozsah používaný ve vnitrofiremní síti a to 
172.16.0.0/23. Připojení k aplikaci bez adekvátního VPN nebo vnitrofiremního připojení 
v podstatě není možné, protože oba rozsahy jsou dle normy RFC19188 tzv. privátní sítě, které 
nejsou routovány internetovými routery. Tedy připojení z internetu, které zkouší maskovat 
svou zdrojovou IP adresu za jednu z povolených se neuskuteční. Pro přidělení správné IP 
adresy v rámci VPN připojení je nutné mít vytvoření účet v Active Directory, u kterého je 
povoleno vzdálené připojení. 
 
 
Obrázek 24 - Nastavení IP adres 
5.3.2.2 Využití aplikačních fondů 
Fond aplikací sdružuje jednu nebo více aplikací do skupiny jednoho nebo více pracovních 
procesů. Vzhledem k tomu, že aplikace zahrnuté do fondu aplikací jsou oddělené od jiných 
aplikací hranicemi mezi pracovními procesy, na aplikace v jednom fondu nemají vliv potíže 
způsobené aplikacemi v jiném fondu. Díky vytvoření nového fondu aplikací můžeme zvýšit 
účinnost a spolehlivost spravovaného serveru a zajistit trvalou dostupnost ostatních aplikací 
i v případě, že v pracovním procesu pro zpracování nového fondu dojde k potížím.9 
 
Jednou z hlavních výhod použití aplikačního fondu je nastavení identity. Identitou fondu 
aplikací se rozumí název účtu, z něhož je spuštěn pracovní proces fondu aplikací. Ve 
výchozím nastavení jsou fondy aplikací zpracovávány z účtu Síťová služba (Network Service), 
který je vybaven omezenými přístupovými oprávněními. To znamená, že tento účet 
poskytuje vyšší úroveň zabezpečení proti úmyslnému zneužití či poškození nebo zásahu do 
správy počítače se spuštěnou službou publikování na webu (World Wide Web Publishing 
Service). Účet LocalService má také uživatelská přístupová práva na nižší úrovni, což je 
užitečné v situacích, které nevyžadují přístup k prostředkům ve vzdálených počítačích. Fondy 
aplikací lze konfigurovat také pro účet LocalSystem, který je vybaven uživatelskými 
oprávněními většího rozsahu než účet Network Service nebo LocalService. Přitom však 
mějme na paměti, že spuštění fondu aplikací z účtu s většími uživatelskými oprávněními 
                                                     
8
 www.ripe.net/db/rfc1918.html 
9
 Zdroj: (5) 
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představuje vyšší bezpečnostní riziko. Musíme tedy pro aplikační fond vytvořit uživatele 
v lokálním nastavení počítače nebo v Active directory, a zároveň musíme tento účet zařadit 
do skupiny IIS_WPG. Pro aplikaci LCIS byl vytvořen aplikační fond „LCIS AppPool“, který má 
identitu „LCIS AppPool Account“. 
 
 
Obrázek 25 - Aplikační fondy 
V režimu izolace pracovních procesů lze službu IIS konfigurovat tak, že bude provádět 
opětovné spouštění pracovních procesů s cílem recyklace nefunkčních webových aplikací. 
Aplikační fond nám reprezentuje jednotlivé procesy. Každý fond může vytvářet několik 
procesů v závislosti na vytížení serveru. Tímto způsobem je zajišťována funkčnost ve fondech 
aplikací a také obnovení systémových prostředků. Opětovné spuštění pracovních procesů 
může být konfigurováno na základě uplynulé doby, počtu zpracovaných požadavků, 
naplánovaných časových okamžiků nebo také podle dvou způsobů využívání paměti. 
 
V závislosti na konfiguraci funkce recyklace pracovních procesů může služba publikování na 
webu (World Wide Web Publishing Service) v rámci služby IIS recyklovat přidělený pracovní 
proces dvěma způsoby: 
1. Ve výchozím nastavení webová služba provede tzv. recyklaci s překrytím, při které 
pracovní proces určený k ukončení činnosti zůstává spuštěn až do okamžiku spuštění 
nového pracovního procesu. 
2. Jinou možností je bezprostřední ukončení pracovního procesu webovou službou a 
následné spuštění nového pracovního procesu ve chvíli, kdy to zatížení systému 
dovolí. 
 
Při recyklaci s překrytím nepřestává proces určený k recyklaci zpracovávat požadavky, 
přičemž webová služba mezitím vytváří náhradní pracovní proces. Nový pracovní proces je 
spuštěn ještě před ukončením původního procesu. Do nového procesu jsou následně 
přesměrovány všechny požadavky. Tímto způsobem je zajištěno, že nedojde k žádnému 
přerušení služby. Původní pracovní proces totiž až do svého ukončení zůstává ve spojení se 
zásobníkem „http.sys“ a může zpracovávat požadavky. Vzhledem k tomu, že pro spuštění a 
56 | S t r á n k a  
pro ukončení činnosti procesů při recyklaci s překrytím lze konfigurovat časovou prodlevu, 
lze ukončit činnost daného pracovního procesu i přesto, že stále ještě zpracovává požadavky. 
Pokud konfigurujeme recyklaci pracovních procesů ve fondu aplikací na základě uplynulé 
doby, budou pracovní procesy recyklovány vždy po uplynutí stanovené doby, avšak nikoli 
najednou. S ohledem na minimalizaci výpadků služby při zpracování požadavků klientů bude 
recyklace aplikací rozložena do určeného časového úseku. 
Podobně bude recyklace aplikací ve fondu, prováděná na základě počtu zpracovaných 
požadavků, probíhat v časových intervalech, aby bylo rozloženo režijní zatížení, které s sebou 
recyklace pracovních procesů přináší. 
 
 
Obrázek 26 - Nastavení recyklace 
5.3.3 Zabezpečení na úrovni OS 
Jedno z nutných nastavení v rámci operačního 
systému je oprávnění ke složce obsahující soubory, 
tvořící samotnou webovou aplikaci. Pro správný chod 
serveru je nutné nastavit oprávnění tak, aby identita 
aplikačního fondu měla do adresáře adekvátní 
přístup, tedy čtení. Zápis není nutný, protože 
samotné soubory se během práce s aplikací nemění. 
Nastavení oprávnění je možné provést nástrojem ACL 
Editor, nebo pomocí příkazové řádky příkazem cacls 
s vhodným parametrem. Pro účet „LCIS AppPool 
Account“ jsou tedy nastaveny oprávnění Read a Read 
and Execute. 
Obrázek 27 - Nastavení oprávnění 
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5.3.3.1 Nastavení PHP enginu 
Pro nastavení PHP enginu nám slouží soubor php.ini, který PHP čte při spuštění webového 
serveru, případně při nastavení režimu CGI při každém spuštění skriptu. Jedná se o obsáhlou 
a flexibilní konfiguraci, která je rozdělená do několika kategorií:10 
 Obecná konfigurace 
 Konfigurace databáze 
 Konfigurace pošty 
 Konfigurace zabezpečení 
 Další nezařazené položky 
 
Není cílem vypisovat všechny konfigurační direktivy, ale uvedeme ty zásadní pro provoz 
aplikace LCIS. 
 
Safe_mode 
Safe mode je konfigurační direktiva PHP, může nabývat dvou hodnot - buď zapnuto nebo 
vypnuto. Základním smyslem zapnutého safe_mode je lepší zabezpečení sdíleného 
hostingového serveru. Hlavní změna při zapnutém safe mode spočívá v tom, že PHP při 
operacích se soubory (např. otevření souboru pro čtení) kontroluje vlastníka běžícího skriptu 
(vlastníkem skriptu se myslí vlastník souboru jakožto systémový uživatel), který chce operaci 
provést a vlastníka souboru (resp. vlastníka adresáře, který příslušný soubor obsahuje), na 
kterém má být operace vykonána. Pokud vlastníci neodpovídají, tak PHP neprovede 
požadovanou operaci a vypíše chybovou hlášku. Kromě výše uvedeného porovnávání 
vlastníků souborů, mění zapnutý safe_mode chování PHP v některých dalších ohledech, např. 
nelze použít pátý parametr funkce mail(), znemožňuje použití funkce set_time_limit() atd. 
Nejsou povoleny některé potenciálně nebezpečné příkazy (Exec, System, PassThru, Dl a 
Popen). Otevírat (Fopen) a inkludovat (Include, Require) lze jen soubory, které jsou ve 
stejném adresáři či podadresářích právě spouštěného skriptu. Při HTTP autentifikaci je k 
názvu autentifikačního realmu (authentication realm) přidáno tzv. UID vlastníka skriptu. To je 
z toho důvodu, aby jiný uživatel na stejném serveru nemohl získat heslo tím, že si napíše 
skript obsahující autentifikaci se shodným názvem (authentication realm). 
 
Error_reporting 
Mnohdy opomíjené nastavení, které je pro vývoj velmi cenné při hledání chyb a ladění kódu, 
ale na serveru, který je v produkčním prostředí by předávalo uživatelům v případě chyby 
příliš mnoho informací. 
 
Register_globals 
Direktiva register_globals způsobuje, že z dat, která se přijmou od uživatele, se automaticky 
vytvoří globální proměnné, což při špatné inicializaci vlastních proměnných může vést k 
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podstrčení jejich hodnot. Tuto direktivu je proto nutné vypnout. Na internetu lze nalézt 
nespočet článků a návodů o útocích na webové aplikace přes tzv. code injection, který je při 
zapnuté direktivě velice jednoduchý.  
 
V případě zavolání tohoto skriptu způsobem skript.php?vstup_povolen=1 by byla proměnná 
nastavena na hodnotu 1 a útočník by obešel kontrolu jména a hesla. V nové verzi PHP 6.0 již 
toto nebude možné, a tato direktiva bude definitivně odstraněna. 
 
<? 
if($jmeno == "admin" && $heslo == "d83jFsTsz2") { 
 $vstup_povolen = 1; 
} 
 
if(!$vstup_povolen) { 
 echo "Bylo zadano chybne heslo. Vratte se zpet.\n"; 
 exit; 
} 
// další kód aplikace 
?> 
 
Mezi další důležité parametry, které bylo nutné nastavit v rámci projektu, patří celá řada 
direktiv týkajících se sessions. Session řeší problém bezstavovosti protokolu HTTP, udržíme 
pomocí ní informace o stavu aplikace a práci uživatele sní. Mechanismus session od prvních 
přídavných doplňků pro PHP3 doznal řadu změn a od PHP verze 4.1+ je práce se sessions 
standardně dobře funkční a použitelná. Opět bylo nutné vyladit uživatelská oprávnění na 
daných adresářích. Abychom se vyhnuli možnosti zcizení session přímo na serveru, je dobré 
nastavit adresář pro ukládání souborů session tak, aby se k němu nemohl nikdo dostat ani 
přes ftp ani ze spuštěného skriptu. 
 
Jednou z dalších nutných podmínek pro správný chod serveru je nastavení oprávnění 
k samotnému souboru php.ini, který nesmí být přístupný přes web, tak aby k němu mohl 
přistupovat fond aplikace s přednastavenou identitou. 
 
5.4 Použité HW a SW prostředky pro běh IS 
Dnes jsou běžně dostupné servery s tak vysokým výkonem, že mohou zastat více 
serverových rolí, nicméně díky požadavkům na vysokou bezpečnost a spolehlivost je není 
vhodné implementovat v rámci jedné instance operačního systému. Odpovědí na tuto situaci 
je virtualizace pomocí Hyper-V v rámci Windows Server 2008, která umožňuje například 
konsolidovat servery, jako jsou aplikační server, databázový server, Exchange server a další, 
na jednom fyzickém stroji, ale zároveň každá role má pro sebe vlastní přidělené hardwarové 
prostředky a vlastní instanci operačního systému. Tím je možné snížit náklady na hardware, 
údržbu a správu serverů za současně garantované vysoké spolehlivosti a bezpečnosti celého 
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řešení. Oddělení rolí má jako jeden z pozitivních efektů nižší počet restartů nutných po 
aplikování záplat a opravných balíčků, což zvyšuje dostupnost každého serveru. 
 
Další příjemnou vlastností Hyper-V je možnost vytvářet clusterová řešení, a to buď na úrovní 
samotného hostitelského OS s instalovanou rolí Hyper-V nebo na úrovni virtuálních instancí 
OS (např. cluster vybudovaný ze dvou virtualizovaných serverů MS Exchange 2007 v roli 
Mailbox serveru). 
 
 
Obrázek 28 - Hyper-V Architektura
11
 
 
Klíčovou komponentou Hyper-V je tzv. Hypervisor. Zatímco předchozí MS virtualizační 
nástroje jako např. Virtual PC 2007 nebo Virtual Server 2005 jsou v podstatě jen aplikace 
běžící nad operačním systémem Windows, Hyper-V řeší problematiku zcela jinak, a to právě 
využitím Hypervisoru – jakési tenké vrstvy, která leží mezi hardwarem a všemi instalovanými 
instancemi OS (včetně hlavního oddílu, kde běží hostitelský OS). Hypervisor poskytuje: 
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 Podporu pro vytváření oddílů (vyhrazených HW prostředků, na kterých běží virtuální 
počítač) 
 Umožňuje současný běh více OS na jednom serveru 
 Striktně izoluje jednotlivé virtuální počítače od ostatních oddílů 
 Vynucuje pravidla pro přidělování paměti jednotlivým oddílům 
 Vynucuje pravidla pro přidělování procesoru jednotlivým oddílům 
 Vynucuje vlastnictví ostatních zařízení 
 Umožňuje předávání dat mezi oddíly 
 Poskytuje rozhraní pro programování tzv. „hypercalls“ 
 
Tématem, které se řeší při každé implementaci virtualizace, je také zálohování virtuálních 
strojů. Pokud systém vyžaduje jejich vypnutí před spuštěním zálohy virtuálních disků serveru, 
snižuje se celková dostupnost. Hyper-V ale přináší řešení, které spočívá v zapojení služby VSS 
(Volume Shadow Copy Service) do zálohovacího procesu. VSS umožňuje vytvořit velice rychle 
zálohu v kterémkoliv okamžiku bez narušení běhu serveru. Protože virtualizované servery 
jsou nezávislé na hardwaru fyzického stroje, obnovu tak můžete provést velmi rychle i na 
úplně jiný stroj s instalovaným Hyper-V. Tuto možnost určitě ocení každý správce, který se 
někdy snažil provést obnovu na jiný hardware, než byl ten původní.12 
 
Aplikační server – na tomto serveru poběží IIS 7 a PHP engine. Tento server ponese největší 
zatížení zejména v případě práce více uživatelů. Jako operační systém bude nasazen 
Microsoft Windows Server 2008 ve verzi Standard 64bit nebo Web Edition. Z hlediska 
budoucí využitelnosti se jeví jako lepší verze Standard, která nemá tak silné hardwarové 
omezení jako verze Web Edition, kde je možné použít max 1 CPU a 2GB RAM. Jako minimum 
operační paměti bych stanovil 1GB, limitem pro Standard verzi Windows Serveru jsou 4GB.  
Databázový server – na tomto serveru budou uložena veškerá data pro informační systém. 
Z toho důvodu je nutné zejména kvalitní a rychlé úložiště dat a v případě využití data mining 
nebo business inteligence i dostatek paměti RAM. Jako databázový server bude nasazen 
systém MySQL 5 na operačním systému Windows 2008 Standard 64bit. 
 
CPU Intel Core i7™-920  
RAM 12228 MB DDR-III 
Disky 2x SSD 128GB (RAID1), 3x 2TB SATA-2 (RAID5) 
Síť 2x 1Gbit 
Tabulka 5 - Navrhovaný HW 
Pro samotný IS by tato konfigurace byla přehnaná, ale díky virtualizaci dojde i ke konsolidaci 
dalších serverů, proto jsou navrhované HW prostředky takto vysoké. 
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OS Windows Server 2008 x64 
PHP 5.2.9 
MySQL 5.1.34 x64 
MySQL Administrator 1.2 
Tabulka 6 - Použité SW vybavení 
5.5 Kompatibilita s internetovými prohlížeči 
I když je aplikace vytvořena v XHTML 1.0 Transitional a jak samotné stránky tak kaskádové 
styly jsou zkontrolovány validátorem, není výstup ve všech internetových prohlížečích 
shodný. V dnešní době zatím neexistuje prohlížeč, který by plně a naprosto správně 
podporoval všechny standarty, které se týkají tvorby www stránek. Aplikaci jsem testoval 
v následujících internetových prohlížečích: 
 
Mozilla Firefox 3.0.9 
Microsoft Internet Explorer 6.0.2900 (Windows XP SP2) 
Microsoft Internet Explorer 8.0.6001 (Windows Vista SP1) Build 18762 
Opera 9.64 Build 10487 
 
Bezchybně se aplikace chová v prohlížečích Mozilla Firefox a Internet Explorer 8, pro které 
byla plně optimalizována a ve kterých byla po celou dobu vývoje laděna. Zároveň byla 
aplikace průběžně testována v prohlížeči Microsoft Internet Explorer 6, v kterém se aplikace 
chová dobře, až na nevysvětlitelné „poskakování“ tlačítek v menu, které se však neprojevilo 
v žádném jiném z prohlížečů.  
 
5.6 Použité vývojové nástroje 
5.6.1 NetBeans 6.5 
Zdrojové kódy PHP byly vytvářeny v nástroji NetBeans IDE. NetBeans je open source projekt 
s rozsáhlou uživatelskou základnou, komunitou vývojářů a s více než 100 partnery po celém 
světě. Pod firmu Sun Microsystems, která je hlavním sponzorem projektu, přešel na základě 
akvizice stejnojmenné české společnosti v říjnu 1999. Pod open-source licencí byl produkt 
uvolněn v červnu 2000. Vývoj probíhá z převážné části českými vývojáři v pražské pobočce 
Sun Microsystems na Chodově. V rámci projektu existují dva hlavní produkty: vývojové 
prostředí NetBeans (NetBeans IDE) a vývojová platforma NetBeans (The NetBeans Platform). 
Vývojové prostředí NetBeans IDE je nástroj, pomocí kterého programátoři mohou psát, 
překládat, ladit a šířit programy. NetBeans IDE je napsáno v jazyce Java a je postaveno na 
stejnojmenné platformě. Primárně je určeno pro vývoj aplikací v jazyce Java, ale může 
podporovat i další programovací jazyky (ve verzi 6.0 např. C++, Ruby). V Javě podporuje 
všechny 3 hlavní platformy - J2SE, J2EE a J2ME. Zjednodušuje práci s frameworky jako je 
Struts nebo RoR a umožňuje mimo jiné vývoj SOAP aplikací a webových služeb i webových 
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aplikací. Obsahuje také RAD nástroje pro tvorbu designu aplikace. Kromě toho také existuje 
velké množství modulů, které toto vývojové prostředí rozšiřují. Vývojové prostředí NetBeans 
je bezplatně šířený produkt, který je možné používat bez jakýchkoliv omezení. Je použitelný 
na operačních systémech Windows, Linux, Mac OS X a Solaris. 
 
NetBeans od verze 6.5 nabízí podporu pro skriptovací jazyk PHP, který se používá pro vývoj 
webových aplikací. NetBeans nabízí automatické dokončování funkcí, jejich napovídání s 
provázaností na třídy, kontrolu syntaxe a zvýraznění klíčových slov. Součástí je také dostupný 
ladící nástroj, využívající Xdebug. Nová verze také přichází se zlepšenou podporou 
JavaScriptu, CSS a techniky AJAX. V samotné aplikaci NetBeans také došlo k několika 
změnám. Bylo například upraveno vytváření projektů nebo změněn standardní layout oken. 
 
 
Obrázek 29 - Ukázka prostředí NetBeans 
5.6.2 Premiumsoft Navicat 
PremiumSoft Navicat (dříve PremiumSoft MySQL Studio) je sada výkonných vizuálních 
nástrojů pro správu, tvorbu reportů a monitorování MySQL databázových systémů. Dokáže 
konvertovat XML, Excel, MS Access a další populární datové formáty do MySQL databází, 
plánovat dávky úloh, import dat z ODBC. Podporuje MySQL 5.0 a vyšší, připojení ke vzdálené 
databázi přes SSH tunel (pokud vzdálený server podporuje SSH připojení), export reportů v 
různých formátech, automatické dokončování SQL kódu a další. Mezi velké výhody nástroje 
Navicat patří možnost zálohování a obnovy databáze a podpora tvorby všech datových 
objektů – tedy tabulek, pohledů, procedur a dalších. 
5.6.3 MySQL Administrator 
MySQL Administrator je vizuální administrační nástroj pro MySQL databázové servery. 
Aplikace nabízí jednoduchý přístup k mnoha funkcím, mezi které patří například vytváření 
tabulek, editace dat, přidávání záznamů, správa oprávnění atd. Obsažen je také SQL editor se 
zvýrazňováním syntaxe pro tvorbu dotazů nebo skriptů. 
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Mezi další funkce patří uchovávání historie dotazů, analyzátor tabulek, seznam procesů, 
správa uživatelů a další. Díky MySQL Control Center se obejdete bez příkazové řádky a 
administrace serveru se stane mnohem jednodušší. 
 
 
Obrázek 30 - Prostředí MySQL Administrator 
5.6.4 MySQL Workbench OSS 
MySQL Workbench je nástroj pro tvorbu a modelování databází MySQL. Tento program je 
nástupcem úspěšného DBDesigneru. Nástroj Workbench zjednodušuje návrh a údržbu 
databáze, automatizuje časově náročné úkoly, a usnadňuje komunikaci mezi vývojáři. Kromě 
visualizace, dopředné a zpětné tvorby databázových schémat nabízí Workbench také 
možnost sledování změn nad daty, resp. definicí datových objektů mezi několika servery, 
případně modelem a vývojovou databází. Workbench dále obsahuje nástroj DBDoc, který 
slouží k vytváření dokumentace databází, která může být uložena jako textový soubor nebo 
jako dynamické html.  
5.7 Ekonomické zhodnocení 
5.7.1 Náklady spojené s vývojem systému 
Náklady spojené s vývojem systému je možné rozdělit do následujících položek: 
 Licence vývojových nástrojů – vzhledem k využití open-source nástrojů nebylo nutné 
zakoupit licence pro jednotlivé produkty, použité během vývoje systému. Výjimku 
tvoří nástroj Navicat, který má cenu 119$ pro komerční využití. Vývojem systému 
nevznikly další náklady na operační systémy. 
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 Licence spojené s provozem systému – Celý systém je nainstalován na Windows 
Server 2008 s Hyper-V rolí. Pro instalaci byla zvolena edice Enterprise, která dovoluje 
při zakoupení jedné licence instalaci 4 virtuálních instancí v ceně této licence. 
Oficiální cena tohoto produktu je 3 999$ včetně 25 CAL, nicméně firma je Microsoft 
Gold Partner for Learning Solutions a má z tohoto titulu nárok na několik licencí 
software od firmy Microsoft včetně této. 
 Náklady na hardware – vzhledem k předchozí navržené konfiguraci serveru pro 
hyper-v roli byla cena tohoto serveru odhadnuta na 40000,- Kč. 
5.7.2 Přínosy nového informačního systému 
Přínosy  informačního systému tohoto typu nelze jednoduše vyjádřit ve finančních 
jednotkách, protože se jedná o podpůrný prostředek, který sám o sobě žádné finance 
negeneruje. Dalším měřítkem jsou nefinanční kritéria, jejichž nevýhodou je však obtížná 
měřitelnost. Některé z možných přínosů pro firmu:  
• rostoucí flexibilita podniku 
• jednodušší plánování projektů a zdrojů 
• trvalá dostupnost informací 
• urychlení zpracování požadavků zákazníků 
• lepší využití zdrojů 
• vyšší kvalita poskytovaných služeb 
• lepší a efektivnější kontakty se zákazníky 
• automatizace a digitalizace rutinních činností (odstranění potřeby opětovného 
zaznamenávání údajů) 
• rychlý přístup k informacím 
• zvýšení konkurenceschopnosti firmy 
• možnost využití nových komunikačních kanálů 
• rostoucí počet zákazníků 
• rostoucí podíl na trhu 
• rostoucí kvalifikace zaměstnanců 
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6 Závěr 
Cílem práce byl návrh a analýza vnitropodnikového informačního systému školícího centra. 
Tento systém má všem jeho uživatelům sloužit ke zvýšení efektivity práce a využití firemních 
zdrojů. Tento systém navíc poskytuje školícímu centru výhodu před konkurenčními centry, 
které nejsou schopné takto efektivně plánovat. Při tvorbě www aplikace byl kladen důraz na 
její bezpečnost a snadné nasazení. Tomu odpovídá i použitá skriptovací technologie PHP a 
databázový server MySQL. Informační systém vznikal na základě podrobné analýzy 
požadavků tak, aby nebylo náročné jeho další rozšiřování o nové požadované funkce. 
 
V teoretické části je popsána metodika návrhu informačního systému, možnosti využití 
modelování datové vrstvy a jednotlivé modely životního cyklu informačních systémů. 
Teoretické poznatky jsou použité jako základ pro analýzu systému a jeho úvodní 
implementaci. Celá analytická část byla vypracována na základě rozhovorů s pracovníky 
školícího centra tak, aby systém plně odpovídal jejich potřebám. 
 
V budoucnosti se plánuje doplnění systému o další funkce zejména z oblasti business 
intelligene a také o rozsáhlý reporting modul, který bude obsahovat přehledové grafy a 
statistiky. 
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