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ABSTRAKT
Cílem práce je prozkoumat a popsat možnosti simulačního systému OMNeT++ a s použi-
tím nabytých vědomostí vytvořit uživatelského průvodce a návrh tří úloh pro počítačové
cvičení.
V teoretické části je popsán princip a funkčnost OMNeTu++, jsou uvedeny možnosti a
oblasti zaměření.
Uživatelského průvodce lze použít pro základní seznámení se systémem. Je zde uveden
popis prostředí, souborové složení a základní operace.
Jednotlivé úlohy jsou zaměřeny na implementaci technologie Diffserv, protokolu RIP a
OSPF. Cílem studenta je sestavit topologii, provést simulaci a následně analyzovat a
zhodnotit výsledky.
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ABSTRACT
The aim of this work is to explore and describe possibilities of the network simulator
OMNeT++, to create a user guide using this knowledge and make three tasks for com-
puter exercise.
In the first part, the principle and functionality of OMNeT++ are described theoretically,
there are possibilities and area of focus.
User guide can be used for basic understanding of the system. There is a description of
the environment, the file composition and the basic operations.
Individual tasks are focused on implementing technology DiffServ, RIP and OSPF. The
goal of student is to assemble a simulation and learn basic functions of OMNeT++ and
then evaluate the results.
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OMNeT++, INET, simulation tool, diffserv, OSPF, RIP user guide
TURAN, Jonáš Simulace a optimalizace provozu konvergovaných sítí: bakalářská práce.
Brno: Vysoké učení technické v Brně, Fakulta elektrotechniky a komunikačních technolo-
gií, Ústav telekomunikací, 2015. 68 s. Vedoucí práce byl doc. Ing. Vladislav Škorpil, CSc.
PROHLÁŠENÍ
Prohlašuji, že svou bakalářskou práci na téma „Simulace a optimalizace provozu konver-
govaných sítí“ jsem vypracoval samostatně pod vedením vedoucího bakalářské práce a
s použitím odborné literatury a dalších informačních zdrojů, které jsou všechny citovány
v práci a uvedeny v seznamu literatury na konci práce.
Jako autor uvedené bakalářské práce dále prohlašuji, že v souvislosti s vytvořením
této bakalářské práce jsem neporušil autorská práva třetích osob, zejména jsem nezasáhl
nedovoleným způsobem do cizích autorských práv osobnostních a/nebo majetkových a
jsem si plně vědom následků porušení ustanovení S 11 a následujících autorského zá-
kona č. 121/2000 Sb., o právu autorském, o právech souvisejících s právem autorským
a o změně některých zákonů (autorský zákon), ve znění pozdějších předpisů, včetně
možných trestněprávních důsledků vyplývajících z ustanovení části druhé, hlavy VI. díl 4
Trestního zákoníku č. 40/2009 Sb.
Brno . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .
(podpis autora)
PODĚKOVÁNÍ
Rád bych poděkoval vedoucímu bakalářské práce panu doc. Ing. Vladislavovi Škorpilovi,
CSc. za odborné vedení, konzultace, trpělivost a podnětné návrhy k práci.
Brno . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .
(podpis autora)
PODĚKOVÁNÍ
Výzkum popsaný v této bakalářské práci byl realizován v laboratořích podpořených z pro-
jektu SIX; registrační číslo CZ.1.05/2.1.00/03.0072, operační program Výzkum a vývoj
pro inovace.
Brno . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .
(podpis autora)
Faculty of Electrical Engineering
and Communication
Brno University of Technology
Purkynova 118, CZ-61200 Brno
Czech Republic
http://www.six.feec.vutbr.cz
OBSAH
Úvod 13
1 OMNeT++ 14
1.1 Úvod . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 14
1.2 Licence . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 14
1.3 Pojem diskrétní simulace . . . . . . . . . . . . . . . . . . . . . . . . . 15
1.4 Použití . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 15
1.5 Moduly . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 15
1.6 Jazyk NED . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 16
1.7 Nadstavby . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 17
1.7.1 INET . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 17
1.7.2 MiXIM . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 17
1.7.3 Castalia . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 17
2 Stručný průvodce pro OMNeT++ s
nadstavbou INET 18
2.1 Instalace . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 18
2.1.1 Instalace INET . . . . . . . . . . . . . . . . . . . . . . . . . . 18
2.2 Souborové složení modelu v OMNeTu++ . . . . . . . . . . . . . . . . 19
2.3 Popis prostředí . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 20
2.4 Vytvoření projektu . . . . . . . . . . . . . . . . . . . . . . . . . . . . 21
2.5 Soubory typu NED . . . . . . . . . . . . . . . . . . . . . . . . . . . . 22
2.5.1 Síť (Network) . . . . . . . . . . . . . . . . . . . . . . . . . . . 23
2.5.2 Linky (Connection) . . . . . . . . . . . . . . . . . . . . . . . . 23
2.6 Soubory typu INI . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 24
2.6.1 Editování pomocí formulářů . . . . . . . . . . . . . . . . . . . 24
2.7 Spuštění simulace . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 26
2.8 Grafické prostředí Tkenv . . . . . . . . . . . . . . . . . . . . . . . . . 26
2.9 Analýza výsledků . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 27
3 Úloha č. 1 - Zajištění kvality služeb pomocí technologie diffserv 28
3.1 Cíle . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 28
3.2 Teoretický úvod . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 28
3.3 Differentiated Services (Diffserv) . . . . . . . . . . . . . . . . . . . . . 29
3.3.1 Klasifikace a značkování paketů . . . . . . . . . . . . . . . . . 30
3.4 Vytvoření nového projektu . . . . . . . . . . . . . . . . . . . . . . . . 30
3.5 Vytvoření topologie . . . . . . . . . . . . . . . . . . . . . . . . . . . . 31
3.6 Konfigurace simulace . . . . . . . . . . . . . . . . . . . . . . . . . . . 33
3.7 Simulace . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 38
3.8 Výsledky . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 39
3.9 Kontrolní otázky . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 40
4 Úloha č. 2 - Směrovací protkol RIPv2 41
4.1 Cíle . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 41
4.2 Teoretický úvod . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 41
4.2.1 RIP zprávy . . . . . . . . . . . . . . . . . . . . . . . . . . . . 41
4.3 Topologie . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 42
4.4 Konfigurace simulace . . . . . . . . . . . . . . . . . . . . . . . . . . . 45
4.5 Simulace . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 47
4.6 Výsledky . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 48
4.7 Samostatný úkol . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 48
4.8 Kontrolní otázky . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 49
5 Úloha č. 3 - směrovací protokol OSPF 50
5.1 Cíle . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 50
5.2 Teoretický úvod . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 50
5.2.1 Zprávy OSPF . . . . . . . . . . . . . . . . . . . . . . . . . . . 50
5.2.2 Oblasti . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 51
5.2.3 Výpadek . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 51
5.3 Vytvoření projektu . . . . . . . . . . . . . . . . . . . . . . . . . . . . 51
5.4 Složené moduly . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 51
5.5 Výsledná topologie . . . . . . . . . . . . . . . . . . . . . . . . . . . . 53
5.6 Konfigurace simulace . . . . . . . . . . . . . . . . . . . . . . . . . . . 54
5.7 Simulace . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 58
5.8 Samostatný úkol . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 58
5.9 Výsledky . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 58
5.10 Kontrolní otázky . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 59
6 Poznámky pro vyučující 60
6.1 Úloha č.1 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 60
6.1.1 Odpovědi na kontrolní otázky . . . . . . . . . . . . . . . . . . 60
6.2 Úloha č.2 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 60
6.2.1 Samostatný úkol . . . . . . . . . . . . . . . . . . . . . . . . . 61
6.2.2 Odpovědi na kontrolní otázky . . . . . . . . . . . . . . . . . . 61
6.3 Úloha č.3 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 61
6.3.1 Samostatný úkol . . . . . . . . . . . . . . . . . . . . . . . . . 62
6.3.2 Odpovědi na kontrolní otázky . . . . . . . . . . . . . . . . . . 63
7 Závěr 64
Literatura 65
Seznam symbolů, veličin a zkratek 66
Seznam příloh 67
A Obsah přiloženého CD 68
A.1 Zdrojové kódy simulací . . . . . . . . . . . . . . . . . . . . . . . . . 68
A.2 Zdrojové soubory úloh pro LaTeX . . . . . . . . . . . . . . . . . . . 68
SEZNAM OBRÁZKŮ
1.1 Vnořování modulů . . . . . . . . . . . . . . . . . . . . . . . . . . . . 16
2.1 Vývojové prostředí OMNeTu++ . . . . . . . . . . . . . . . . . . . . . 21
2.2 Možnost výběru způsobu editování . . . . . . . . . . . . . . . . . . . 22
2.3 Paleta nástrojů grafického editoru jazyka NED . . . . . . . . . . . . . 23
2.4 Editor souboru INI . . . . . . . . . . . . . . . . . . . . . . . . . . . . 25
2.5 Grafický mód . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 27
3.1 Vývojové prostředí . . . . . . . . . . . . . . . . . . . . . . . . . . . . 29
3.2 Výsledná topologie . . . . . . . . . . . . . . . . . . . . . . . . . . . . 32
3.3 EndToEndDelay: a) s implementací QoS, b) bez implementace QoS . 39
4.1 Topologie úlohy . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 43
4.2 Propojení prvků (brány) . . . . . . . . . . . . . . . . . . . . . . . . . 44
5.1 Složený modul pro oblast 1 . . . . . . . . . . . . . . . . . . . . . . . . 52
5.2 Složený modul pro oblast 2 . . . . . . . . . . . . . . . . . . . . . . . . 53
5.3 Výsledná topologie . . . . . . . . . . . . . . . . . . . . . . . . . . . . 54
SEZNAM TABULEK
3.1 Nastavení parametrů pro prvek Video_server . . . . . . . . . . . . . . 34
3.2 Nastavení parametrů pro prvek server_Vcli . . . . . . . . . . . . . . . 35
3.3 Nastavení parametrů pro prvek UDP_client . . . . . . . . . . . . . . 35
3.4 Nastavení parametrů pro prvek TCP_client . . . . . . . . . . . . . . . 36
3.5 Rezervování linky pro frontu paketů EF. . . . . . . . . . . . . . . . . 37
3.6 Nastavení TrafficConditioner . . . . . . . . . . . . . . . . . . . . . . . 37
4.1 Kofigurace UDP klientů . . . . . . . . . . . . . . . . . . . . . . . . . 46
4.2 Nastavení konfigurátoru . . . . . . . . . . . . . . . . . . . . . . . . . 46
4.3 Nastavení sekce stabilni . . . . . . . . . . . . . . . . . . . . . . . . . 47
4.4 Nastavení sekce vypadek . . . . . . . . . . . . . . . . . . . . . . . . . 47
5.1 Implementace konfigurace . . . . . . . . . . . . . . . . . . . . . . . . 57
6.1 Nastavení UDPBasicApp . . . . . . . . . . . . . . . . . . . . . . . . . 62
6.2 Nastavení UDPEchoApp . . . . . . . . . . . . . . . . . . . . . . . . . 62
ÚVOD
S rozvíjejícími se technologiemi komunikačních sítí se stalo nutností tyto technologie
před uvedením do provozu nejdříve vyzkoušet a otestovat. Za tímto účelem začaly
vznikat různé simulační nástroje, programy a knihovny. Díky tomu je dnes možné
simulovat chování sítě jako celku při různých reálných i nereálných scénářích a pře-
dejít tak případné nefunkčnosti před samotnou instalací sítě. Jedním z takových
nástrojů se zabývá i tato práce a to z hlediska teoretického i praktického.
Cílem této práce je seznámit se s možnostmi a funkčností simulačního nástroje
OMNeT++ a z nabytých vědomostí vytvořit stručného uživatelského průvodce a zre-
alizovat tři různé simulace, které následně budou použity pro výuku v počítačových
cvičeních.
Teoretická část je rozdělena do dvou částí. První se zabývá stručným popisem
systému, zachycuje základní princip a oblasti využití a druhou část tvoří stručný
uživatelský průvodce.
Praktickou část tvoří tři vypracované úlohy, které budou sloužit pro výuku
v počítačových cvičeních. První z nich se zabývá implementací technologie diff-
serv v OMNeTu++. Tato úloha je úvodní a proto je zde uveden podrobný postup i
s popisem. Další úloha se zabývá směrovacím protokolem RIP (Routing Information
Protocol), kde mají studenti za úkol sestavit jednoduchou síť s implementací tohoto
protokolu. Poslední úloha se zabývá směrovacím protokolem OSPF (Open Shortest
Path First). Jednotlivé úlohy obsahují zadání, teoretický úvod, vypracování, kont-
rolní otázky popř. samostatný úkol. Součástí úloh jsou i poznámky pro vyučující.
Simulace v navrhované úloze a stejně tak uživatelská přiručka jsou realizovány
pro OMNeT++ v4.6 a INET v2.5.0 na platformě Windows 7 64bit.
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1 OMNeT++
1.1 Úvod
OMNeT++ je objektově orientovaný diskrétní simulační systém s otevřenou archi-
tekturou, který byl vyvinut Adrásem Vargou. Je založený na programovacím jazyce
C++. Sám o sobě se systém nedá považovat za simulátor, je to tzv. základna pro se-
stavení a programování síťových simulací, která poskytuje infrastrukturu a potřebné
nástroje.
Velkou výhodou je, že OMNeT++ umožňuje programování a upravování jednot-
livých modulů. Tato schopnost poskytuje systému velkou flexibilitu. Pokud nějaký
prvek chybí, je možné dle vlastních potřeb upravit stávající nebo vytvořit zcela nový,
to však vyžaduje hlubší znalosti programování. Lze tak využít flexibilitu programo-
vacího jazyka podpořenou simulační knihovnou tříd OMNeTu++ a rozšířit funkčnost
a možnosti simulačního prostředí. Simulační objekty (zprávy, moduly atd.) jsou re-
prezentovány C++ třídami. Parametry simulací jsou specifikovány pomocí speciálních
konfiguračních souborů. Simulační prostředí poskytuje jak grafické rozhraní pro ani-
maci simulace a její ladění, tak textově editovatelné simulační jádro založené na
jazyce C++.
OMNeT++ jako vývojové prostředí využívá eclipse. Zatímco eclipse umožňuje
editování C++ kódu, OMNeT++ poskytuje možnost vytváření a konfigurování mo-
dulů a nástroje pro analýzu a zpracování výsledků.
OMNeT++ je multiplatformní, což znamená, že je možné ho používat na něko-
lika různých platformách. Konkrétně se jedná o Windows, Linux, Mac OS X a další
unixové systémy.
1.2 Licence
Simulační systém je dostupný ve dvou licenčních verzích. Licence akademická je
zcela zdarma a je ji možné využívat ke vzdělávacím a výzkumným účelům. Umož-
ňuje jakékoliv modifikace zdrojového kódu a jeho šíření. Licenci komerční je nutno
zakoupit v případě, že systém bude využíván v komerční oblasti. V tomto případě
systém není nazýván OMNeT++, ale OMNEST.
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1.3 Pojem diskrétní simulace
Jak již bylo výše zmíněno, OMNeT++ je diskrétní simulační systém. To znamená, že
jednotlivé změny systému jsou modelovány jako nespojitý sled událostí v čase. Před-
pokládá se, že mezi dvěma po sobě jdoucími událostmi nedochází ke změně stavu
systému, což je rozdíl oproti simulacím v reálném čase, kdy dochází ke změnám
stavů systému nepřetržitě [7]. Jinými slovy jsou jednotlivé události (změny stavu
systému) prováděny v konkrétním nespojitém čase v pořadí, jak jdou za sebou na
časové přímce. Několik prvních událostí je naplánovaných před simulací a nové vzni-
kají v důsledku předešlých.
1.4 Použití
Primárně je systém zaměřený na simulaci telekomunikačních sítí, avšak kvůli své
flexibilitě ho lze využít i v komplexnějších IT systémech. Dokáže efektivně modelo-
vat chování jak bezdrátových, tak drátových sítí včetně komunikačních protokolů,
pracujících na různých vrstvách sítě.
Oblasti, ve kterých lze využít OMNeT++ jsou:
• modelování provozu telekomunikačních sítí,
• modelování protokolů,
• modelování síťových front,
• modelování multiprocesorových systémů,
• testování a návrh hardwaru,
• zkoumání síťových architektur,
• k hodnocení výkonových aspektů pro kompletní software systémy.
1.5 Moduly
Moduly jsou základní aktivní prvky, ze kterých se skládá simulační model. OMNeT++
poskytuje možnost hierarchického vnořování modulů. Modul v nejvyšší úrovni hie-
rarchie se nazývá systémový modul (system module). Základní moduly se nazývají
jednoduché (simple modules). Jsou programovány v jazyce C++. Tyto moduly je
možné vnořovat do tzv. sloučených modulů (compound modules) [7]. Sloučené mo-
duly mohou být dál vnořovány do nekonečně mnoha úrovní. Jinými slovy systémový
modul obsahuje podmoduly (submodules), které mohou obsahovat další podmoduly.
Takto sloučené moduly tvoří simulační model, jenž je označován jako network. Gra-
fické zobrazení principu vnořování je zachyceno na obr. [1.1]. Parametry modulů
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jsou psány v jazyce NED a v simulaci jim lze přiřazovat hodnoty pomoci souboru
.ini. Je jimi možné nastavit chování modulů a parametrizovat modelovou topologii.
Ve sloučených modulech definují počet podmodulů, počet bran a způsob, jímž je
realizováno interní spojení.
Obr. 1.1: Vnořování modulů
Základem komunikace a plánování událostí jsou zprávy, které mohou obsahovat
libovolná data, a jejichž charakter určuje uživatel. Charakter může v konkrétní si-
mulaci znamenat např. rámec či paket. Jednoduché moduly typicky posílají zprávy
předdefinovanou cestou skrz brány, je jim ale umožněno komunikovat i přímo s cí-
lovým modulem. Jednotlivé moduly můžou mít různý počet bran, přičemž spojení
mezi nimi je opět definováno jazykem NED. Zprávy mohou posílat moduly i samy
sobě, čehož je využíváno při časování událostí a generování zpoždění.
Brány jsou vstupním a výstupním rozhraním pro moduly. Zprávy jsou posílány
výstupními branami a přijímány vstupními. Propojení bran je realizováno v rámci
jedné úrovně hierarchie a to buď mezi dvěma branami modulů uvnitř sloučeného mo-
dulu, nebo mezi bránou sloučeného modulu a bránou jednoduchého modulu. Díky
hierarchické struktuře putuje zpráva přes sérii spojení, které začínají a končí v jed-
noduchém modulu. Tomuto spojení bran mohou být přiřazeny parametry jako jsou
zpoždění, propustnost či chybovost.
1.6 Jazyk NED
Jazyk NED (Network Description) umožňuje uživateli deklarovat jednoduché mo-
duly a spojovat je do modulů složených [7]. Udává vlastnosti jednotlivých modulů.
Je možné si zvolit mezi textovým a grafickým editováním. Při grafickém editování
je zdrojový kód jazyka NED generován automaticky.
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1.7 Nadstavby
Nadstavby jsou knihovny modelů, které je možné implementovat do systému a ná-
sledně využívat popř. i upravovat. Jelikož je OMNeT++ systém s otevřenou archi-
tekturou, podílí se na tvorbě modelů i nezávislé skupiny či jedinci. Existuje proto
mnoho rozšíření oficiálních i neoficiálních. Před samotným vlastním vývojem je tedy
vhodné nejdříve zkusit vyhledat, zda danou problematiku již neřešil někdo dříve. Lze
tak předejít hodinám zbytečné práce.
Za zmínku stojí nadstavby, např. pro simulace v reálném čase či možnost využít
alternativních programovacích jazyků (Java, C# atd.).
1.7.1 INET
Co se týče síťových simulací, je INET jednou z nejrozšířenějších a nejzákladněj-
ších nadstaveb. Je to knihovna modelů základních protokolů a standardů podpo-
rující bezdrátové i drátové sítě [2]. Podporuje např. IP (Internet Protocol), TCP
(Transmission Control Protocol), UDP (User Datagram Protocol), OSPF (Open
Shortest Path First) atd.. Obsahuje modely pro simulaci standardu 802.11, Ether-
net, PPP (Point-to-Point Protocol) aj. Existuje několik nadstaveb založených na
INET, které jsou spravovány nezávislými skupinami např.:
• OverSim je nadstavba pro simulace bod-bod.
• Veins je nadstavba pro simulace IVC (Inter-Vehicular Communication), což
je typ sítě, kde jsou vozidla a silniční jednotky. komunikujícími uzly, které si
poskytují navzájem informace např. o provozu.
1.7.2 MiXIM
Je další nadstavbou, která je vytvořena pro mobilní a pevné bezdrátové sítě. MiXiM
se zaměřuje na protokoly nižších vrstev.
1.7.3 Castalia
Je simulátor pro WSN (Wireless Sensor Nerworks) a BAN (Body Area Network).
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2 STRUČNÝ PRŮVODCE PRO OMNeT++ S
NADSTAVBOU INET
2.1 Instalace
Jak už bylo zmíněno výše, OMNeT++ je multiplatformní. Tato kapitola se věnuje
popisu instalace OMNeTu++ verze 4.6 na platformě Windows 7. Instalačního prů-
vodce v angličtině je možné nalézt na oficiálních internetových stránkách produktu
[8]. Po stažení zdrojového kódu je nutno extrahovat soubory do složky, jejíž cesta a
ani složka sama, neobsahuje žádné mezery; např. C:\omnet. Po extrahování je třeba
spustit soubor mingwenv.cmd. Po spuštění se na obrazovce objeví konzole s příka-
zovým řádkem, se kterou lze komunikovat pomocí příkazů. Následujícími příkazy
dojde k vytvoření binárních souborů.
$ ./configure
$ make
Pod dokončení je možné ověřit funkčnost spuštěním některého z příkladů, které
jsou součástí balíčku. To lze udělat buď v příkazovém řádku příkazy, které jsou zob-
razeny níže nebo ve vývojovém prostředí OMNeTu++.
$ cd samples/název_příkladu (např. cd samples/dyna)
$ ./název_příkladu (např./dyna)
OMNeT++ lze spustit příkazem omnetpp nebo přímo z extrahované složky, při-
čemž spustitelný soubor se nachází v /ide/omnetpp.exe. Pro zjednodušení pří-
stupu se dá klasickým způsobem vytvořit zástupce na ploše. Pravým kliknutím na
omnetpp.exe, Odeslat → Plocha (vytvořit zástupce).
2.1.1 Instalace INET
Jelikož INET je v případě provádění základních síťových simulací nedílnou součástí
OMNeTu++, je nutné nainstalovat i tuto nadstavbu. Při prvním spuštění vývojového
prostředí se zobrazí okno s dotazem pro instalaci INET framework a implementaci
příkladů. Oba boxy nechte zaškrtnuté a potvrďte kliknutím na OK. V případě ne-
zobrazení nebo přeskočení této volby lze nadstavbu nainstalovat i dodatečně, a to
kliknutím na Help → Install Simulation Models. V takovém případě se z defaultní
adresy stáhne a nainstaluje nejnovější verze.
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Při neúspěchu instalace je kdykoli možné INET manuálně stáhnout1 a importo-
vat do pracovního adresáře zvolením File → Import..., následně výběrem General
→ Existing Projects into Workspace. U položky Select root directory vyberete pro-
jekt, který chcete importovat (INET), v záložce Options zaškrtněte Copy projects
into Workspace a potvrdíte kliknutím na Finish. Takto lze do pracovního adresáře
importovat jakýkoli již vytvořený projekt.
2.2 Souborové složení modelu v OMNeTu++
Simulační systém poskytuje simulační jádro a uživatelské rozhraní. Jádro obsahuje
kód řídící simulaci a simulační knihovny. Je psané v jazyce C++ a kompilováno buď
do sdílené, nebo statické knihovny. Pro chod simulace je zapotřebí několik různých
souborů, které budou blíže popsány v dalších kapitolách. Modely jsou složeny z ná-
sledujících částí [7].
Soubory typu ned
Slouží k popisu topologie a určují parametry modulů, vstupní a výstupní brány
atd. Mohou být editovány v jakémkoliv textovém editoru, avšak vývojové prostředí
OMNeT++ poskytuje grafický i textový editor určený přímo těmto souborům.
Soubory typu msg
Určují charakter zpráv. Je možné definovat typ zpráv (paket, rámec, atp.), ale také
přidávat pole s daty. OMNeT++ tyto definice přeloží do C++ tříd.
Soubory typu ini
Označované též jako konfigurační soubory. Tento typ souborů obsahuje nastavení,
které určuje, jak má být simulace provedena. Lze v nich nastavit hodnoty parametrů
jednotlivých prvků sítě.
Zdrojové soubory jednoduchých modulů
Zdrojové kódy jednoduchých modulů obsahují C++ soubory s koncovkou (.h/.cc).
1http://inet.omnetpp.org/
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2.3 Popis prostředí
OMNeT++ jako vývojové prostředí používá eclipse. Eclipse je uživatelsky velice fle-
xibilní systém. Umožňuje např. úpravu vzhledu pracovního prostředí. Jednotlivé
panely je možné rozmístit, skrýt či zobrazit a měnit jejich velikost, díky čemuž si
každý může individuálně vytvořit prostředí, které mu nejvíce vyhovuje. Prostředí
v základním nastavení je zobrazeno na obr. [2.1].
V horní části se nachází hlavní menu vývojového prostředí, přes které lze přistu-
povat k jednotlivým funkcím. Project Explorer v levé části zobrazuje projekty a jejich
obsah. Náhledy některých dalších panelů je vidět ve spodní části okna (Problems,
Module Hierarchy...). Nad tímto náhledem jsou položky Design a Source, které slouží
pro přepínání mezi grafickým (Design) a textovým (Source) editorem. Vpravo je pa-
leta nástrojů, ve které lze přistupovat k jednotlivým nástrojům pro tvorbu simulace
či modulů. Uprostřed se nachází pracovní plocha, na níž lze zobrazovat a upravovat
jednotlivé typy souborů. Např. u souborů ned, které slouží k sestavení topologie, lze
rozmisťovat jednotlivé prvky, měnit jejich názvy, různě je propojovat atp.
Obr. [2.1] zobrazuje náhled souboru diffserv.ned. Pokud uživatel dvojklikem ote-
vře některý ze souborů, Eclipse automaticky spustí konkrétní editor. Při využívání
modulů z nadstavby INET lze po rozkliknutí přejít do textového editoru, kde se
v některých případech nachází stručný slovní popis. V případě, že lze prvek konfi-
gurovat, je zde uvedena i nápověda s vzorovým příkladem použití.
Při spuštění vývojového prostředí je nutné zvolit pracovní adresář (workspace),
ve kterém se budou ukládat vytvořené projekty s příslušnými soubory. Adresářů je
možné vytvořit několik a libovolně mezi nimi přepínat výběrem v hlavním menu
File → Switch Workspace.
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Obr. 2.1: Vývojové prostředí OMNeTu++
2.4 Vytvoření projektu
Projekt je složka obsahující veškeré konfigurační soubory, je ho tedy nutné vytvořit
jako první. Projekt lze vytvořit zvolením File → New → OMNeT++ Project...
z hlavního menu. Průvodce požaduje pouze název projektu a jeho umístění. Po
zvolení názvu stačí potvrdit kliknutím na Finish. Box Support C++ Development
slouží k implementaci funkcí pro psaní jednoduchých modelů.
Důležitou vlastností eclipsu je, že projekt může odkazovat na jiné projekty. Od-
kázáním na nadstavbu INET v daném projektu, získá tento projekt přístup k již
vytvořeným modulům. Odkázat se lze tak, že pravým kliknutím myši na daný
projekt zvolíte z menu Properties→Project References, vyberete inet a potvrdíte
kliknutím na OK. Tento krok tedy zpřístupnil projektu již naprogramované mo-
duly (síťové prvky, protokoly, linky atp.), které jsou nezbytné pro síťové simulace.
Takto můžete odkazovat na jakýkoliv projekt. Je tedy možné si vytvořit vlastní
„knihovnu“ modulů a pouhým odkázáním je používat kdykoliv později.
Pro zprovoznění simulace je nutné vytvořit dva typy souborů. NED soubor, který
je zdrojem topologie a vlastnosti prvků a konfigurační soubor omnetpp.ini, ve kterém
je zapotřebí nastavit parametry provozu.
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2.5 Soubory typu NED
NED soubor lze vytvořit tak, že pravým kliknutím myši na projekt vyvoláte menu
a zvolíte New → Network Description File (NED). Průvodce bude opět potřebovat
několik informací. Jako nadřazenou složku zvolíte projekt, ve kterém se má ned
soubor vytvořit, přičemž právě spravovaný projekt je defaultní hodnota. Dále je
třeba soubor pojmenovat a vše potvrdit kliknutím na Finish.
V tomto bodě se naskytují dvě možnosti, jak pokračovat při manipulaci s ned
souborem. Lze volit z textového nebo grafického editování. Mezi editory lze přepínat
v dolní části pracovní plochy viz. obr. [2.2] nebo použitím klávesové zkratky Alt +
PGUP/PGDN. Tento manuál se bude zabývat grafickým editorem. V některých
situacích je však nutno využít i editoru textového.
Obr. 2.2: Možnost výběru způsobu editování
Po vytvoření by se měl soubor automaticky otevřít. Pokud se tak nestalo, je
tuto akci možné provézt dvojklikem. Po otevření ned souboru se zpřístupní pracovní
plocha a zobrazí se paleta nástrojů obr. [2.3]. Na úplném vrcholu palety se nachází
základní nástroje: Selector (kurzor myši), Connection (spojení). Uprostřed palety je
adresář Types, který obsahuje nástroje pro tvorbu nových modulů, složených mo-
dulů, sítí či kanálů. Ve spodní části se nachází adresář Submodules (podmoduly).
V této části se nachází podmoduly představující prvky od koncových stanic po
jednotlivé protokoly a standardy. Prvek lze na pracovní plochu vložit tak, že prv-
ním kliknutím dojde k výběru a dalším kliknutím k umístění na požadované místo
pracovní plochy. Přidržením kurzoru myši na položce z menu se zobrazí bublina se
základním popisem. Paleta může být upravována v menu Settings (Nastavení), které
lze vyvolat pravým kliknutím na paletu nebo lze filtrovat její obsah zvolením Select
Packages. Filtrovat lze prvky např. podle vrstvy, na které pracují. Paleta však ob-
sahuje i filtr znaků. Kliknutím na můžete zadat hledaný výraz nebo jeho část.
Zatímco jednoduché moduly a podmoduly jsou zastoupeny jako ikony, složené
moduly a sítě jsou zobrazeny jako obdélníky, kde mohou být submoduly vkládány.
Pravým kliknutím na kterýkoliv prvek na pracovní ploše se vyvolá menu, které umož-
ňuje akce jako jsou změna názvu, změna ikony, vlastnosti a parametry prvku atp.
Název prvku lze měnit jeho výběrem a druhým kliknutím nebo v jeho vlastnostech.
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Obr. 2.3: Paleta nástrojů grafického editoru jazyka NED
2.5.1 Síť (Network)
Pomocí tohoto prvku lze navrhnout topologii testované sítě. Síť lze vytvořit klik-
nutím na Network v paletě nástrojů a vložením na pracovní plochu. Do takto
vytvořené sítě je nyní možné vkládat jednotlivé podmoduly (routery, směrovače, kli-
entské stanice atd.). Tyto prvky je možné spojovat různými typy kanálů s různými
parametry, jak je popsáno v další podkapitole.
Obdobným způsobem jako síť lze vytvořit i složený modul. Ten může posloužit
např. jako část topologie, kdy lze modul použít vícenásobně, jako nezávislé části,
které následně budou propojeny nebo i použity v jiném projektu. Vytvořený složený
modul se jednoduše vyhledá v submodulech palety nástrojů a vloží do sítě.
2.5.2 Linky (Connection)
Jednotlivé spojení mezi prvky jsou zobrazeny jako čáry. Prvky lze spojit výběrem
spojení (Connection) z horní části palety nástrojů. V základu se nabízí několik typů
linek s různými parametry. Lze však vytvářet i nové výběrem Channel z palety
nástrojů a vložením na pracovní plochu. Pravým kliknutím myši na vytvořený kanál
a zvolením Properties... můžete kanál v záložce Name pojmenovat.
Následujícím způsobem lze kanálu zpřístupnit parametry jiných kanálů a ty pak
upravovat dle vlastních potřeb.
• Kliknutím na Browse... u položky Extends se otevře okno s nabídkou růz-
ných typů kanálů s různými parametry. Po výběru stačí potvrdit kliknutím na
OK.
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• Opětovným vyvoláním menu pravým kliknutím myši lze rozkliknout záložku
Parameters..., která obsahuje parametry jako je např. přenosová rychlost,
zpoždění atp. Parametry se odvíjí se od typu rozšíření a hodnoty jim lze při-
řazovat ve sloupci Value.
Kanál lze vyhledat podle názvu v paletě nástrojů mezi ostatními kanály (Connecti-
ons). Prvky lze spojit kliknutím na jeden z uzlů požadované dvojice a následně na
druhý. Poté stačí zvolit buď spojení PPP (Point to Point Protocol) nebo Ethernet.
2.6 Soubory typu INI
INI soubor lze podobně jako soubor NED vytvořit zvolením File → New → Ini-
tialization File. Průvodce bude opět požadovat zvolení rodičovského adresáře. Ná-
sledně stačí zvolit, že chcete vytvořit prázdný INI soubor (Empty Ini File) a vybrat
síť, které bude konfigurační soubor sloužit. Pro vytváření a editaci konfigurace se
opět naskytují dvě možnosti. Konfigurační soubory jsou textové, tzn. pro editaci je
možné použít jakýkoliv textový editor. Nicméně OMNeT++ poskytuje nástroj navr-
žený přímo pro editaci INI souborů. Tento editor je součástí vývojového prostředí
a umožňuje editování čistě textové nebo pomocí dialogů a formulářů. Mezi těmito
možnostmi je možné přepínat v dolní části pracovní plochy stejně jako na obr. [2.2].
U první možnosti se hodnoty parametrům přiřazují pomocí rovnítka. U druhé mož-
nosti se konfigurace provádí jednoduchým vypisováním parametrů a jejich hodnot
ve formulářích.
2.6.1 Editování pomocí formulářů
Na obr.[2.4] lze vidět, že editor má několik záložek. V záložce Parameters se kon-
figurují parametry jednotlivých prvků a síťového provozu. V záložce Sections lze
simulaci rozdělit do sekcí, kdy každá sekce může mít nakonfigurované jiné para-
metry. Díky tomu lze v rámci jedné simulace odsimulovat několik různých scénářů
a následně porovnat sledované statistiky. V nejjednodušším případě jsou veškeré
parametry nastaveny v hlavní sekci (General).
Vytvoření sekce
Sekci lze vytvořit zvolením New... Jediným povinným parametrem je název sekce.
Po zvolení nazvu stačí akci potvrdit kliknutím na OK. Sekci lze dodatečně editovat
kliknutím na Edit, či odstranit tlačítkem Remove. Mezi sekcemi se lze přepínat
v záložce Parameters, konkrétně výběrem u položky Configuration.
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Obr. 2.4: Editor souboru INI
Konfigurace parametrů
Jednotlivé prvky NED souboru mají v základu několik parametrů, které se dají
nakonfigurovat v záložce Parameters. Parametry lze vkládat zvolením Add... a ná-
sledně výběrem požadovaného parametru. Po zvolení se tento parametr objeví ve
sloupci Section/key. Ve sloupci Value mu stačí přiřadit požadovanou hodnotu.
Jednotlivé prvky v NED souboru podporují různé typy aplikací. V INI souboru je
nutné určit, o jaký typ aplikace se jedná. Například pro vytvoření UDP provozu v síti
je nutné, aby v topologii byl prvek podporující tuto aplikaci, např. StandardHost
a následně v INI souboru aktivovat požadovanou aplikaci. Aktivováním aplikace se
zpřístupní několik nových parametrů v závislosti na typu. Konkrétně u UDP apli-
kace se jedná o např. zdrojovou/cílovou adresu, odesílací interval, velikost dat atp.
Aktivování aplikace se provádí parametrem typename. Jednotlivé prvky můžou
mít aktivovány několik typů aplikací. Počet aplikací udává parametr numUdpApps
a jednotlivé aplikace se rozlišují podle čísla v hranatých závorkách. Uvedením [*]
se označují všechny aplikace. Klientovi např. můžete nastavit dvě UDP aplikace,
se stejnými parametry (v hranatých závorkách bude *), ale rozdílné cílové adresy
(v závorkách 0, 1). Nastavení může vypadat následovně.
Section/Key Value
**.Video_server.numUdpApps 1
**.název_prvku.udpApp[0].typename "UDPBasicApp"
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V případě, že simulace obsahuje více sekcí je postup návrhu takový, že v hlavní
sekci se nastaví základní parametry pro celou simulaci a v jednotlivých sekcích se
pak upravují, či přidávají pouze sledované parametry.
2.7 Spuštění simulace
Nejjednodušší cesta, jak simulaci spustit je výběrem INI nebo NED souboru v pro-
jektu v Project exploreru a kliknutím na RUN v horní části vývojového prostředí.
V dolní části, v záložce Console lze pozorovat průběh sestavení. Případné chyby
či varování se objeví v záložce Problems. Po spuštění se zobrazí grafické prostředí
Tkenv s příslušným ovládáním pro správu simulace.
2.8 Grafické prostředí Tkenv
Tkenv podporuje interaktivní ovládání simulace, animace, trasování a debugging [9].
Mezi základní funkce patří
• Vizualizace sítě.
• Animace proudění zpráv.
• Různé módy spouštění: událost za události, normální, rychlý, expresní.
• Log událostí
• Záznam logu událostí a zpráv
• Vizualizace obsahu jednotlivých prvků (síťová vrstva, jednotlivé rozhraní, smě-
rovací tabulky atp.)
Vzhled grafického prostředí je zachycen na obr. [2.5]. V horní části pod hlavním menu
se nachází panel s nástroji pro správu simulace. Lze zde např. nastavit módy běhu
simulace, které jsou STEP, NORMAL, FAST, EXPRESS a UNTIL. V normálním
módu lze rychlost simulace ovlivňovat posuvníkem, který se nachází úplně vpravo.
V módu FAST lze následně analyzovat i log událostí, který se nachází ve spodní části
okna, což mód EXPRESS neumožňuje. Mód STEP dovoluje přeskakovat simulaci
po jednotlivých událostech a mód UNTIL umožňuje simulovat do určitého času
či události. Pod panelem nástrojů se nachází časová osa, která zobrazuje obsahy
budoucích událostí. V levé části okna se dále nachází seznam prvků a plánovaných
událostí. Uprostřed probíhá animace simulace. V normálním módu lze pozorovat tok
jednotlivých zpráv. Dvojklikem na kterýkoli prvek se zobrazí vnitřní bloky prvku,
do kterých je možné se dál vnořovat.
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Obr. 2.5: Grafický mód
2.9 Analýza výsledků
Nástroj pro analýzu statistických dat je v eclipsu implementován od verze OMNeTu++
4.x. Výsledky se nachází v projektu v Project Exploreru ve složce Results. Ta se
vytvoří po ukončení simulace. Je možně zobrazit několik typů zaznamenaných vý-
sledkův podobě skalární, vektorové či histogramů. Dvojklikem na jeden ze souborů
se zobrazí průvodce k vytvoření souboru typu anf (analysis file), který slouží pro
analýzy výsledků. Stačí opět zvolit rodičovskou složku a potvrdit kliknutím na Fi-
nish. Úvodní stránka (záložka Inputs) zobrazuje soubory, které slouží jako vstup
pro analýzu. Horní polovina specifikuje obsažené soubory. Nový vstupní soubor lze
přidat jednoduchým přetáhnutím z Project Exploreru nebo kliknutím na AddFile...
Dolní polovina obsahuje data shodující se se vstupními a jaký běh simulace obsahují.
Na druhé stránce (záložka Browse data), lze procházet jednotlivé statistiky vstup-
ních souborů. Nástroj obsahuje několik filtrů, kterými lze ulehčit vyhledávání ve sta-
tistikách. Konkrétní statistiku lze zobrazit dvojklikem. S grafem lze následně různě
manipulovat vyvoláním menu pomocí pravého tlačítka myši (integrace, průměr atp.).
Třetí záložka (Datesets) obsahuje datové sady a grafy vytvořené během analýzy.
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3 ÚLOHA Č. 1 - ZAJIŠTĚNÍ KVALITY SLU-
ŽEB POMOCÍ TECHNOLOGIE DIFFSERV
3.1 Cíle
1. Seznámit se s prostředím OMNeT++
2. Realizovat jednoduchou síť s implementací technologie diffserv a analyzovat
provoz.
3. Pozorovat rozdíly s použitím a bez použití této technologie.
3.2 Teoretický úvod
OMNeT++ je objektově orientovaný diskrétní simulační systém s otevřenou archi-
tekturou. Je založený na programovacím jazyce C++. Sám o sobě se OMNeT++ nedá
považovat za simulátor, je to tzv. základna pro sestavení a programování síťových
simulací, která poskytuje infrastrukturu a potřebné nástroje.
Velkou výhodou je, že OMNeT++ umožňuje programování a upravování jednot-
livých modulů. Tato schopnost poskytuje systému velkou flexibilitu. Pokud nějaký
prvek chybí, je možné dle vlastních potřeb upravit stávající nebo vytvořit zcela
nový, to však vyžaduje hlubší znalosti programování. Primárně je systém zaměřený
na simulaci počítačových sítí, avšak kvůli své flexibilitě ho lze využít i v komplex-
nějších IT systémech. Dokáže efektivně modelovat chování jak bezdrátových, tak
i drátových sítí, včetně komunikačních protokolů, pracujících na různých vrstvách
sítě. Simulační prostředí poskytuje jak grafické rozhraní pro animaci simulace a její
ladění, tak i textově editovatelné simulační jádro založené na jazyce C++. OMNeT++
poskytuje mnoho rozšíření, které je možné implementovat a využívat jejich funkcí.
Vy budete používat nadstavbu INET, která poskytuje knihovnu základních proto-
kolů a standardů.
OMNeT++ jako vývojové prostředí používá eclipse. Ukázka je na obr.[3.1]. V horní
části se nachází hlavní menu, přes které lze přistupovat k jednotlivým funkcím edi-
toru. Project Explorer v levé části zobrazuje projekty a jejich obsah. Ve středu je
pracovní plocha, v níž je možné sestavit topologii, nahlížet na jednotlivé prvky a
upravovat jejich parametry. V dolní části je pomocí záložek Design a Source možné
přepínat mezi grafickým a textovým editováním. V pravé části je zobrazena paleta
nástrojů.
Pro vytvoření projektu je nutno nakonfigurovat několik základních souborů.
V souborech typu .ned lze konfigurovat samotnou topologii sítě a zpřístupňovat
parametry jednotlivých prvků. Konfigurační soubor typu .ini určuje, jak má být
28
celá simulace provedena. Jsou zde přiřazovány hodnoty parametrům zpřístupněných
v souborech .ned. Kupříkladu jaká data se budou přenášet, v jakém intervalu, k ja-
kému cíli, jaká bude jejich velikost, zda na ně bude reagováno nebo budou smazány
atp.
Jednotlivé prvky jsou označovány jako moduly. Tyto moduly lze hierarchicky
vnořovat. Celek, který je složený z jednoduchých a složených modulů je označován
jako network. Vstupním a výstupním rozhraním pro modul je brána. Zprávy jsou
posílány výstupními branami a přijímány vstupními. Propojení bran je realizováno
v rámci jedné úrovně hierarchie a to buď mezi dvěma branami modulů uvnitř slouče-
ného modulu nebo mezi bránou sloučeného modulu a bránou jednoduchého modulu.
Modul může mít několik bran.
Obr. 3.1: Vývojové prostředí
3.3 Differentiated Services (Diffserv)
V případě rozlišovaných služeb je implementace podpory QoS řešena tak, že každý
paket vstupující do sítě je označen a podle této značky je s ním dále zacházeno.
Jakmile je paket označen, ostatní prvky tuto značku pouze čtou a podle ní s pake-
tem zacházejí.
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Tento model sítě je možné použít např. pro snížení zpoždění u služeb jako jsou
streamovaní či VoIP (Voice over Internet Protocol). Tyto služby na rozdíl od služeb
např. webových, pro svou správnou funkčnost potřebují nízké zpoždění.
3.3.1 Klasifikace a značkování paketů
Při značkování se pomocí kódu DSCP (Differentiated Services Code Point) zapíše
do pole DS (Differentiated Services) v záhlaví paketu informace o typu daného pro-
vozu. Pole DS má délku 8 bitů, z čehož je využíváno 6 bitů pro samotnou značku
DSCP a zbývající bity jsou použity pro ECN (Explicit Congestion Notification) [5].
S pakety je zacházeno bez ohledu na ostatní směrovače, což je označováno jako PHB
(Per-Hop-Behavior). Je definováno několik PHB:
• Expedited Forwarding (EF). Takto označené pakety mají nejnižší prioritu za-
hození a mají přednost před ostatními.
• Assured Forwarding (AF) umožňuje rozdělit pakety do 4 tříd, kdy každé třídě
lze nadefinovat určité prostředky sítě (např. procento linky). Každé z těchto 4
tříd lze ještě přiřadit 3 různé priority zahození (nízkou AFx1, střední AFx2,
vysokou AFx3), kde x označuje třídu 1-4.
• Best Effort (BE). Do této PHB spadají pakety, kterým není přiřazena žádná
priorita. Tyto pakety mají v DS poli bitovou hodnotu 0000000. Tato služba
neposkytuje zajištění kvality služeb.
3.4 Vytvoření nového projektu
Projekt je adresář všech souborů nutných pro zprovoznění simulace. Veškeré názvy,
kromě prvku configurator, si můžete volit dle vlastní úvahy tak, jak budou pře-
hledností vám vyhovovat, musíte je však zohlednit v nastaveních. Také doporučuji
nejdřív číst několik kroků dopředu a poté začít pracovat. Předejdete tak zbytečnému
přepisování či hledaní.
• Spusťte OMNeT++.
• Po spuštění je nutné vybrat pracovní adresář tzv. workspace, kde se budou
ukládat veškeré vámi vytvořené soubory. Tento adresář vytvořte a zvolte cestu
k němu.
• Vytvořte nový projekt tak, že v hlavním menu zvolte File→ New→ OMNeT++
Project...
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• Název projektu zvolte např. diffserv. Box Support C++ Development slouží
k implementaci funkcí a knihoven C++ pro psaní jednoduchých modelů, můžete
nechat zaškrtnutý.
• Zvolte Next, vyberte Empty project a dokončete kliknutím na Finish.
Nyní by se měl v Project Exploreru objevit vámi vytvořený projekt diffserv. Po
rozkliknutí byste měli vidět položky Includes a package.ned. V eclipsu je možné
v jednom projektu odkazovat na jiné. Pro využití nadstavby INET na ní musíte
odkázat.
• Pravým kliknutím na vytvořený projekt zvolte z menu Properties → Project
References.
• Vyberte inet a potvrďte tlačítkem OK.
Tím se zpřístupnily veškeré moduly nadstavby INET, které teď můžete využívat.
3.5 Vytvoření topologie
Jak bylo zmíněno výše, samotná topologie se vytváří v souborech .ned. Soubor vy-
tvoříte následujícím způsobem:
• Pravým kliknutím na projekt v Project Exploreru zvolte z menu New → Ne-
twork Description File (NED).
• Zvolte název např. diffserv.ned.
• Zvolte nadřazenou složku (diffserv).
• Zvolte Next, vyberte Empty NED file a dokončete kliknutím na Finish.
Nyní by se měla na pracovní ploše objevit záložka s názvem diffserv.ned. Prvky
z palety nástrojů lze na pracovní plochu přenášet tak, že prvním kliknutím prvek
vyberete a dalším kliknutím ho umístíte na požadované místo. Topologii vytvoříte
následujícím způsobem:
• Z palety nástrojů v podadresáři Types zvolte prvek Network a vložte ho
na pracovní plochu.
• Výběrem prvku a dalším kliknutím lze měnit názvy prvků. Modul Network
přejmenujte např. na diffserv_topologie.
• Pro jednodušší vyhledávání lze prvky v paletě filtrovat, např. podle vrstvy na
které pracují. To lze provést tak, že pravým kliknutím myši v oblasti palety
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nástrojů zvolíte z menu Select packages.... Vy ale budete vědět, které prvky
hledat, proto můžete použít filtr znaků, který najdete vedle podadresáře Sub-
modules. Kliknutím na můžete zadat hledaný výraz nebo jeho část.
• V paletě nástrojů nalezněte moduly: 4x StandardHost, 2x Router, 1x
etherSwitch, 1x iPV4NetworkConfigurator.
• Tyto moduly rozmístěte a pojmenujte podle obr.[3.2].
• V paletě nástrojů klikněte na prvek Connection a zvolte Eth10M. Etherne-
tovou linkou propojte TCP, UDP a video klienta se switchem, switch s R1 a
routery mezi sebou. Server zatím nepropojujte.
Obr. 3.2: Výsledná topologie
Pro propojení routeru R2 se serverem si vytvoříte vytáčené připojení o rychlosti
128kbps. Takto pomalé připojení slouží pouze pro ukázku, linka se tak rychle zahltí
a na R2 se vytvoří fronta, se kterou následně budete manipulovat.
• V paletě klikněte na Channel. a vložte na plochu. Pravým kliknutím myši
na vytvořený kanál zvolte z nabídky Properties... Kanál pojmenujte např. di-
leup.
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Následujícím způsobem kanálu zpřístupníte parametry jako je rychlost, zpoždění
atp.
• U položky Extends klikněte na Browse.., vyhledejte DatarateChannel (ned)
a potvrďte OK.
• Znovu vyvolejte menu pravým kliknutím myši zvolte z menu Parameters...
U položky delay zadejte hodnotu (Value) normal(0.004s, 0.0018s) a u po-
ložky datarate 128kbps. Potvrďte OK.
• Z nabídky Connections vyberte vámi vytvořený kanál dileup a propojte
s ním router R2 se serverem. Zvolte protokol ppp.
• Soubor uložte.
Tím jste sestavili topologii a zpřístupnili parametry, kterým v dalších bodech
budete přiřazovat hodnoty.
3.6 Konfigurace simulace
Soubory typu .ini slouží ke konfiguraci samotné simulace. Následujícím způsobem
tento soubor vytvořte.
• Pravým kliknutim myši na projekt zvolte z menu New → Initialization File
(ini).
• Zvolte nadřazenou složku diffserv a klikněte na Next.
• Zvolte Empty Ini File a pokračujte Next.
• Nyní je třeba konfiguračnímu souboru přiřadit síť, kterou chcete konfigurovat.
Zvolte Browse... a vyhledejte vámi vytvořenou síť diffserv_topologie. Vyberte
síť ve vašem projektu, potvrďte OK a následně Finish.
• Pokud se soubor otevřel v textovém editoru, přepněte se v dolní části do gra-
fického (záložka Form).
V záložce General nastavte Simulation time limit na hodnotu 3000s. Pře-
pněte se do záložky Parameters a následujícím způsobem nastavte parametry všem
prvkům.
Video_server
Nejdříve určíte, kolik aplikací daného typu bude klient mít. K tomu slouží první
parametr v tab.[3.1]. Druhý parametr (typename) slouží k určení typu aplikace a
ke zpřístupnění parametrů. Tento parametr je třeba vepsat nebo zkopírovat ručně.
Ostatní lze vyhledat a přidávat buď výběrem parametrů z menuAdd... a následným
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vepisováním jejich hodnot nebo vkládáním v textovém editoru, který nabízí doplňo-
vání příkazů. S trochou praxe a znalostí parametrů je to asi nejrychlejší způsob.
• Klikněte na Add... a vyhledejte první parametr z tab.[3.1]. Pro jednodušší
vyhledávání je možné menu filtrovat pomocí položky Containing.
• To, že parametr připadá konfigurovanému prvku ověříte tak, že si zobra-
zíte cestu k prvku. Zvolte v Pattern style Full path except network name
(*.host[*].mac.queueSize).
• Určete typ aplikace vložením druhého parametru z tab.[3.1]. Klikněte na New
a vložte tento parametr s jeho hodnotou. Hranaté závorky označují číslo apli-
kace, řazeno od 0 a hvězdička [*] označuje všechny aplikace.
• Tím jste video klientovi zpřístupnili parametry video aplikace.
• Klikněte na Add... a vyberte parametry, ke kterým přiřaďte hodnoty podle
tab.[3.1].
Tab. 3.1: Nastavení parametrů pro prvek Video_server
Section/Key Value
**.Video_server.numUdpApps 1
**.Video_server.udpApp[0].typename "UDPVideoStreamSvr"
**.Video_server.udpApp[0].localPort 1000
**.Video_server.udpApp[0].sendInterval 150ms
**.Video_server.udpApp[0].packetLen 1000B
**.Video_server.udpApp[0].videoSize 1000000000B
server_Vcli
Pro názornou ukázku funkčnosti je prvek server_Vcli zároveň video klient. Z video
serveru je tedy streamováno video na server_Vcli.
• Opět určete počet aplikací a určete typy aplikací, poté obdobným způsobem
jako v předešlém kroku přiřaďte hodnoty parametrům podle tab.[3.2].
• Server bude mít 3 UDP aplikace a 1 TCP aplikaci. První UDP je videostream
klient, která slouží k přijímání videostreamu. Zbylé dvě, UDPSink, slouží k při-
jímání a vyřazování UDP paketů. TCPSinkApp slouží stejně jako UDPSink.
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Tab. 3.2: Nastavení parametrů pro prvek server_Vcli
Section/Key Value
**.server_Vcli.numUdpApps 3
**.server_Vcli.udpApp[0].typename "UDPVideoStreamCli"
**.server_Vcli.udpApp[0].serverAddress "Video_server"
**.server_Vcli.udpApp[0].serverPort 1000
**.server_Vcli.udpApp[1].typename "UDPSink"
**.server_Vcli.udpApp[1].localPort 5001
**.server_Vcli.udpApp[2].typename "UDPSink"
**.server_Vcli.udpApp[2].localPort 5002
**.server_Vcli.numTcpApps 1
**.server_Vcli.tcpApp[0].typename "TCPSinkApp"
**.server_Vcli.tcpApp[0].localPort 5003
UDP_client
• Obdobně jako v předešlých krocích doplňte podle tab.[3.3].
• UDPBasicApp slouží jako zdroj UDP paketů.
Tab. 3.3: Nastavení parametrů pro prvek UDP_client
Section/Key Value
**.UDP_client.udpApp[*].typename "UDPBasicApp"
**.UDP_client.numUdpApps 2
**.udpApp[*].messageLength 1000B
**.udpApp[*].sendInterval 200ms
**.udpApp[*].destAddresses "server_Vcli"
**.udpApp[*].startTime uniform(0s,0.1s)
**.udpApp[0].destPort 5001
**.udpApp[1].destPort 5002
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TCP_client
• Obdobně jako výše doplňte podle tab.[3.4].
Tab. 3.4: Nastavení parametrů pro prvek TCP_client
Section/Key Value
**.TCP_client.numTcpApps 1
**.TCP_client.tcpApp[*].typename "TCPSessionApp"
**.TCP_client.tcpApp[*].connectAddress "server_Vcli"
**.TCP_client.tcpApp[*].connectPort 5003
**.TCP_client.tcpApp[*].tClose 3000s
Ostatním parametrům jsou přiřazeny výchozí hodnoty. Konfigurátor slouží k au-
tomatickému nastavení IPv4 adres a statického směrování. Celou simulaci lze rozdělit
do sekcí, ve kterých je možné simulaci různě modifikovat.
• Přesuňte se do záložky Sections a zvolte New...
• Postupně vytvořte sekce s názvy bezQos, SFrontou, SPolitikou, SFrontouAPo-
litikou.
• Přesuňte se do záložky Parameters. V horní části můžete u položky Configu-
ration přepínat mezi jednotlivými sekcemi.
bezQos
• V této sekci není třeba nic nastavovat. Ve výchozím nastavení prvky nepod-
porujou QoS. Na routrech je nastavena délka fronty 100 paketů a zahlcení
fronty je řešeno principem DropTailQueue. To znamená, že po zahlcení fronty
dochází k zahazování paketů na konci této fronty.
SFrontou
• V této sekci přiřadíte routeru R2 třídě Expedited Forwarding určité procento
linky. Nastavte dle tab.[3.5].
• Sám o sobě tento bod nemá význam, protože pakety nejsou nijak označeny.
Klasifikátor bude zacházet se všemi pakety jako BestEffort.
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Tab. 3.5: Rezervování linky pro frontu paketů EF.
Section/Key Value
Config SFrontou
**.R2.ppp[*].queueType "DiffservQueue"
**.R2.ppp[*].queue.efMeter.cir "50%"
SPolitikou
V tomto bodě budete definovat priority obsluhy jednotlivých datových toků.
• Nastavte dle tab.[3.6].
Tab. 3.6: Nastavení TrafficConditioner
Section/Key Value
Config SPolitikou
**.R2.ppp[0].egressTCType "TrafficConditioner"
**.efMeter.cir "50%"
**.efMeter.cbs 50KiB
**.defaultMeter.cir "50%"
**.defaultMeter.cbs 2KiB
**.defaultMeter.ebs 4KiB
• V tomto bodě již bude docházet ke značkování paketů a nabývá tedy významu
fronta pro video stream, které jsme v bodě výše přiřadili 50% linky. Značkování
zajišťuje prvek TrafficConditioner, který také rozhoduje, jaké pakety budou
zahozeny.
• Parametry prvku TrafficConditioner lze nastavit v souboru filters.xml.
• Pravým kliknutím na diffserv v Project Exploreru zvolte New → File. Název
zvolte filters.xml a dokončete Finish.
• Do souboru vložte následující:
<filters>
<filter destAddress="server_Vcli" destPort="5003" gate="1"/>
<filter destAddress="server_Vcli" srcPort="1000" gate="0"/>
</filters>
Filtrem jste nastavili to, že pakety s cílovou adresou server_Vcli a se zdrojo-
vým portem 1000 budou směrovány na bránu 0, což je rozhraní třídy Expedited
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Forwarding. To znamená, že tyto pakety budou upřednostňovány a podle nastavení
z tab.[3.5] mají k dispozici 50% linky. Druhý parametr řadí TCP pakety do třídy
AF1. S ostatními pakety je zacházeno jako Best Effort. Filtr lze nastavovat podle
více parametrů. Mimo uvedené např. podle zdrojové/cílové adresy, používaného pro-
tokolu atp.
SFrontamiAPolitikou
Nastavili jste tedy značkování a s tím přichází význam fronty. Klasifikátor jednotlivé
pakety třídí a řadí do front.
• Ve spodní části pracovní plochy se přepněte do textového editoru kódu Source,
nalezněte sekci SFrontamiAPolitikou a vložte následující:
extends = SPolitikou, SFrontou
3.7 Simulace
Nyní přichází na spuštění simulace.
• Klikněte na soubor omnetpp.ini a zvolte Run .
• Vyberte Config name: bezQos a povrďte OK.
• Po spuštění se zobrazí prostředí pro animaci simulace a konfigurátor automa-
ticky nastaví IP adresy.
V horní části se nachází prvky k ovládání simulace. Posuvníkem vpravo můžete mě-
nit rychlost simulace. Pod topologií se nachází záznam událostí. Jednotlivé prvky
lze dvojklikem rozkliknout a nahlédnout, co se děje na kterých vrstvách. Vás bude
zajímat router R2.
• Tlačítkem RUN v horní části spusťte simulaci.
• Rozklikněte prvek R2 a následně rozhraní ppp[0].
• Můžete vidět pakety procházející rozhraním. Je zde i počítadlo pro přijaté a
odeslané pakety. Po nějaké době se díky pomalé lince a vysoké zátěži začne
na rozhraní tvořit fronta. Po zahlcení fronty začne docházet k zahazovaní
příchozích paketů.
• V horní části zvolte rychlost EXPRESS a nasimulujte.
Postupně nasimulujte všechny konfigurace v pořadí, v jakém jste je vytvářeli a sle-
dujte přitom změny na routeru R2. Postupně přibude fronta a značkovač. Tyto prvky
rozklikněte a pozorujte, jak celý proces zpracování paketů probíhá. Mezi sekcemi se
můžete přepínat kliknutím na File → Set Up a Configuration
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• Prohlédněte si rozhraní stejným způsobem jako výše.
• Po ukončení simulátor zavřete.
3.8 Výsledky
Výsledky simulací najdete ve složce results, která se nachází v projektu v Project
Exploreru.
• Dvojklikem na soubor bezQoS-0.vec vytvořte soubor typu .anf. Soubor slouží
pro správu a analýzu výsledků. Pro jednodušší porovnání výsledků do tohoto
souboru přidáte soubor SFrontamiAPolitikou-0.vec.
• V pravé části klikněte na Add File..., soubor vyhledejte a potvrďte OK.
• Ve spodní části se přepněte na záložku Browse Data, kde v horní části můžete
přepínat mezi vektorovými a skalárními typy výsledků.
• Zvolte Vectors. Výsledky je možné filtrovat. Nalezněte parametr endToEnd-
Delay:vector.
• Vyberte prvky diffserv_topologie.server_Vcli.udpApp[0] z obou sekcí (pro
označení více položek použijte ctrl + klik), pravým kliknutím na jeden
z nich vyvolejte menu a zvolte Plot.
Na zobrazeném grafu lze vidět rozdíl ve zpoždění video streamu při podpoře QoS
a bez ní. Takto můžete porovnat i další parametry např. queueingTime. Můžete si
také prohlédnout, kolik paketů který klient vyslal, kolik jich přijal server atp. Pokud
jste vše provedli správně, měli byste vidět graf podobný obr.[3.3].
Obr. 3.3: EndToEndDelay: a) s implementací QoS, b) bez implementace QoS
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3.9 Kontrolní otázky
1. Proč na prvku R2 dochází k zahazování paketů?
2. Jaký to má vliv na provoz sítě?
3. Porovnejte výsledky simulací bez podpory QoS a s ní a pokuste se popsat její
vliv na výkon provozovaných aplikací, zejména video streamu. Co se bude dít
s videem bez podpory qos?
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4 ÚLOHA Č. 2 - SMĚROVACÍ PROTKOL RIPv2
4.1 Cíle
1. Seznámit se s principem fungování směrovacího protokolu RIP.
2. Realizovat jednoduchou síť s implementací směrovacího protokolu RIP s ná-
slednou analýzou provoz.
3. Simulovat výpadek sítě a analyzovat chování RIP protokolu.
4.2 Teoretický úvod
Směrovací protokol RIP (Routing Information Protocol) slouží k dynamickému ur-
čení cesty od zdroje k cíli přes redundantní síť malých a středních velikostí. Není
vhodný pro použití v komplexnějších situacích [3].
Protokol využívá směrovacího algoritmus Distance vectors. Metrikou pro určo-
vání cesty je pouze počet směrovačů na cestě k cíli (hopcount). To znamená, že
vyhledá nejkratší cestu z hlediska počtu směrovačů, ne však nejrychlejší. Nebere
totiž v potaz, např. propustnost či zahlcení mezi jednotlivými linkami. Maximální
vzdálenost je stanovena na 15 skoků, pokud je vzdálenost rovna 16 či víc, síť je
nedosažitelná. Informace o dosažitelnosti jednotlivých sítí se šíří pouze mezi sou-
sedními směrovači. Takto postupně každý směrovač od svých sousedů získává zna-
lost o vzdálenostech jednotlivých sítí (nemají znalost topologie, pouze vzdáleností).
Každý směrovač rozesílá svým sousedům obsah celých svých směrovacích tabulek
v určitém časovém intervalu. U tohoto protokolu je určena pouze jedna cesta k cíli,
nelze tak využít například rozložení zátěže do více cest. Další nevýhodou je pomalá
konvergence systému.
Existují dvě verze protokolu. Liší se zejména v tom, že RIPv2 umožňuje odesí-
lání síťové masky ve svých aktualizacích, což umožňuje používat podsítě, na rozdíl
od RIPv1, který směruje podle původních IP tříd A, B nebo C. Dalším rozdílem
je, že RIPv2 k rozesílání svých aktualizací využívá multicastových adres, namísto
broadcastových.
4.2.1 RIP zprávy
RIP definuje 2 typy zpráv:
• Request message
• Respons message
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Po zapojení routeru nebo po vypršení časového intervalu, odešle každý směrovač
na všechny své rozhraní zprávu Request. Touto zprávou žádá své sousedy o zaslání
jejich směrovacích tabulek. Žádané routery odpoví zprávou Respons, ve které odešlou
své směrovací tabulky.
4.3 Topologie
• Spusťte OMNeT++ a vyberte pracovní adresář (workspace).
• Vytvořte nový projekt: File → New → OMNeT++ Project...
• Název zvolte např. RIP a dokončete kliknutím na Finish.
• Do vytvořeného projektu implementujte nadstavbu INET: Pravým kliknutím
na vytvořený projekt zvolte Properties → Project References, vyberte inet a
potvrďte OK.
Z minulé úlohy víte, že topologie a zpřístupnění parametrů simulace se provádí
v souborech typu .ned. Následující body se věnují vytvoření tohoto souboru a ná-
sledně sestavení topologie, jejíž výsledná podoba je na obr.[4.1].
• Vytvořte soubor .ned: Pravým kliknutím na projekt v Project Exploreru zvolte
z menu New → Network Description File (NED).
• Název zvolte např. smerovani_RIP, vyberte Empty NED file a dokončete klik-
nutím na Finish.
• Na pracovní plochu souboru smerovani_RIP vložte z palety nástrojů prvek
Network (v adresáři Types), který následně vhodně pojmenujte, (např. topo-
logie_RIP).
• Dále z palety vyberte prvky: 9x ripRouter (prvky lze kopírovat klávesovou
zkratkou ctrl + c), 2x StandardHost, iPv4NetworkConfigurator, routingTable-
Recorder a scenarioManager.
• Tyto prvky rozmístěte a pojmenujte podle obr.[4.1].
• V adresáři palety Types vyberte prvek Channel a vložte ho na plochu. Pravým
kliknutím na tento prvek zvolte z nabídky Properties... a pojmenujte ho např.
kanal. Následně mu v položce Extends přiřaďte parametry ThruputMetering-
Channel (inet.util) a potvrďte OK. Znovu vyvolejte menu pravým kliknutím a
zvolte Parameters... Parametr delay nastavte na 0.1us a parametr datarate
na 100Mbps. Potvrďte OK.
Prvek ThruputMeteringChannel zpřístupňuje mimo základní i několik dalších para-
metrů. Pomocí parametru thruputDisplayFormat je možné měnit zobrazení růz-
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ných hodnot po průchodu paketů kanálem. Kupříkladu přiřazením "#N" bude zob-
razován počet průchodů kanálem. Lze také zobrazit třeba počet procházejících pa-
ketů za sekundu nebo šířku pásma atp. Pokud kanál rozkliknete a otevřete textový
editor, naleznete hodnoty a jejich význam.
Obr. 4.1: Topologie úlohy
Nyní musíte jednotlivým prvkům nakofigurovat počet bran tj. počet připojených
rozhraní. Tento krok je normálně prováděn automaticky při spuštění simulace, vy
však budete simulovat výpadek linky a k tomu potřebujete znát čísla bran mezi
kterými tento výpadek nastane. Jako příklad zde uvedu brány prvku H1, R1, R3.
Př.
K H1 je připojen router R1, tzn., že prvku H1 postačí definovat 1 bránu. K R1
je připojen H1, R2 a R3. To znamená, že je třeba definovat 3 brány. K R3 jsou
připojeny R1, R4 a R5 tudiž 3 brány. Obdobně pak ostatní prvky.
• Přepněte se do textového editoru kódu (Záložka Source v dolní části pracovní
plochy).
• K definování bran slouží příkaz: gates: ethg[počet bran].
• Pro R1 bude kód vypadat následovně:
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submodules:
R1: RIPRouter {
@display("p=195,132");
gates:
ethg[3];
}
• Obdobně přiřaďte všem ostatním prvkům.
• V paletě v záložce Connections najděte vámi vytvořené spojení kanal a
propojte s ním prvky podle obr.[4.1]. Typ spojení volte eth.
• V základu se propojí nulté brány jako na obr.[4.2]
Obr. 4.2: Propojení prvků (brány)
Nyní je potřeba spárovat brány jednotlivých prvků. Na jednu bránu může být
připojen max. 1 prvek (1 cesta). Pro jednoduchost doporučuji topologii překreslit
bokem a k jednotlivým cestám si napsat brány, které spojujete. V případě chyby vám
po spuštění simulace vyskočí hlášení, u kterého prvku jste udělali chybu. Spojení pro
R1 bude vypadat následovně:
connections:
H1.ethg[0] <–> kanal <–> R1.ethg[0];
R1.ethg[1] <–> kanal <–> R3.ethg[0];
R1.ethg[2] <–> kanal <–> R2.ethg[0];
• Obdobně proveďte pro všechny ostatní prvky.
V první úloze jste se dozvěděli, že iPv4NetworkConfigurator slouží k automatic-
kému nastavení IP adres. Tento prvek má však mnoho dalších vlastností. Většina
základních modulu obsahuje popis, který můžete najít po rozkliknutí modulu v tex-
tovém editoru kódu. V popisu iPv4NetworkConfigurator se můžete dočíst, že jeho
parametry umožňují konfiguraci statického směrovaní, přiřazení adres do multicas-
tových skupin atp. Popis si prohlédněte.
Přiřazování pomocí konfigurátoru probíhá zcela automaticky, je však možné
např. ovlivnit rozsahy přidělovaných adres. V následujících bodech je popsáno, jak
určit rozsahy adres a jak přiřadit klientům výchozí brány.
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• V textovém editoru souboru smerovani_rip.ned vyhledejte submodul
iPv4NetworkConfigurator.
• Pro přehlednost si definujte jiný rozsah IP adres pro klienty a pro mezilehlou
síť a přiřaďte klientům výchozí brány. Kód bude vypadat následovně:
configurator: IPv4NetworkConfigurator {
parameters:
@display("p=76,30");
config = xml("<config>"
+ "<interface among='H1 R1' address='192.168.1.x' netmask='255.255.255.x' />"
+ "<interface among='H2 R8' address='192.168.2.x' netmask='255.255.255.x' />"
+ "<interface among='R*' address='10.0.0.x' netmask='255.255.255.x' />"
+ "<route hosts='H1' destination='*' gateway='R1' />"
+ "<route hosts='H2' destination='*' gateway='R8' />"
+ "</config>"); }
• Hvězdička u R* označuje všechny routery.
• Soubor uložte.
4.4 Konfigurace simulace
Vytvořte konfigurační soubor omnetpp.ini:
• Pravým kliknutím na projekt zvolte z menu New → Initialization File (ini).
• Vyberte váš projekt RIP, zvolte Empty Ini File.
• Vyberte vámi navrženou topologii: Browse... a vyhledejte síť topologie_RIP.
• Dokončete Finish.
K vytvoření provozu v síti použijete UDP aplikaci. V souboru omnetpp.ini se pře-
pněte do záložky Parameters. H1 a H2 nakonfigurujte podle tab.[4.1]
Konfigurátor se stará také o nastavení statického směrování. Jelikož chceme vy-
užít dynamického směrovacího protokolu RIP, musíte konfigurátoru tyto parametry
zakázat. Nastavte podle tabulky tab.[4.2].
Nyní použijete prvek scenarioManager, který slouží pro simulování různých scé-
nářů. Může se jednat o např. výpadek některé z linek nebo výpadek routeru samot-
ného. Konfigurace scénáře se provádí v souborech typu .xml.
• Vytvořte soubor .xml: pravým kliknutím na projekt zvolte z menu New→ File
s názvem scenar1.xml.
• Do souboru vložte následující:
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Tab. 4.1: Kofigurace UDP klientů
Section/Key Value
**.numUdpApps 2
**.udpApp[0].typename "UDPBasicApp"
**.udpApp[0].messageLength 32B
**.udpApp[0].sendInterval 1s
**.H2.udpApp[0].destAddresses "H1"
**.H1.udpApp[0].destAddresses "H2"
**.udpApp[0].startTime 80s
**.udpApp[0].destPort 5001
**.udpApp[1].typename "UDPSink"
**.udpApp[1].localPort 5001
Tab. 4.2: Nastavení konfigurátoru
Section/Key Value
**.configurator.addStaticRoutes false
**.configurator.addDefaultRoutes false
**.configurator.addSubnetRoutes false
<scenario>
<at t="150" >
<disconnect src-module="R1" src-gate="ethg$o[1]" />
<disconnect src-module="R3" src-gate="ethg$o[0]" />
</at>
<at t="350">
<connect src-module="R1" src-gate="ethg[1]"
dest-module="R3" dest-gate="ethg[0]"
channel-type="inet.util.ThruputMeteringChannel">
<param name="delay" value="0.1us" />
<param name="datarate" value="100Mbps" />
</connect>
</at>
</scenario>
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Pozor! Čísla bran musíte nahradit za vámi definované!
Nyní se přepněte do konfiguračního souboru omnetpp.ini a proveďte následující:
• V záložce Sections zvolte New... a vytvořte sekci s názvem stabilni a sekci
s názvem vypadek.
• V záložce Parameters vyberte v horní části Configuration: stabilni.
• Nastavte podle tab.[4.3].
Tab. 4.3: Nastavení sekce stabilni
Section/Key Value
**.scenarioManager.script xml("<empty/>")
Obdobně nastavte sekci vypadek podle tab.[4.4].
Tab. 4.4: Nastavení sekce vypadek
Section/Key Value
**.scenarioManager.script xmldoc("scenar1.xml")
Pro zjednodušení zobrazení směrovacích tabulek si ještě zavedete zásuvný modul
k tomu určený.
• Přepněte se do záložky Tkenv a do položky Plugin path: nastavte cestu
k zásuvnému modulu, který se nachází v: \workspace\inet\etc\plugins.
Zbytek cesty závisí na umístění OMNeTu++.
• Například:
C:\omnetpp-4.6\workspace\inet\etc\plugins
Nyní se přepněte do záložkyGeneral, položku Simulation time limit nastavte
na 500s a spusťte simulaci tlačítkem RUN.
4.5 Simulace
Po spuštění se zobrazí prostředí pro animaci simulace. Jako první zvolte sekci sta-
bilni.
• Pravým kliknutím na jakýkoliv router vyberte z menu INET: IP Routing
Table... a rozklikněte Routes.
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• Nyní můžete spustit simulaci kliknutím na RUN v horní části okna.
• Rychlost si regulujte tak, abyste byli schopni pozorovat datový tok v síti.
• Po chvíli by se ve směrovacích tabulkách měly objevovat nové trasy nastavené
RIP protokolem.
• Simulaci zpomalte, rozklikněte některý z routerů a pozorujte co se s danými
pakety děje.
• Po prohlédnutí můžete zvolit rychlost EXPRESS a simulaci odsimulovat.
Přepněte se do sekce vypadek:
• Klikněte na File → Set Up a Configuration... a vyberte konfiguraci vypadek.
• routingTableRecorder provede vymazání směrovacích tabulek.
• V této konfiguraci jste nastavili výpadek na lince mezi R1 a R3. V takovém
případě dojde k dočasnému ochromení sítě a RIP protokol musí vyhledat a
nastavit nové cesty.
• Sledujte změny ve směrovacích tabulkách.
4.6 Výsledky
Výsledky simulací najdete ve složce results v Project Exploreru.
• Dvojklikem na soubor stabilni-0.vec vytvoříte soubor stabilni.anf.
• V tomto souboru v dolní části klikněte na Browse Data a vyberte Vectors.
• Najděte modul některého z routeru s koncovkou .rip a rozklikněte parametr
sentUpdate:vector(constant1).
• Co můžete z grafu vyčíst?
Obdobně si prohlédněte i naměřené statistiky pro sekci vypadek.
4.7 Samostatný úkol
1. Do topologie vložte nový modul lifecycleController.
2. Rozklikněte modul a přejděte do zdrojového kódu. Zjistěte k čemu modul slouží
a jak ho nakonfigurovat
3. Nakonfigurujte ho tak, aby v čase 150s vypnul router R6 a v čase 350s ho opět
zapnul. Ke konfiguraci použijte soubor .xml.
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4.8 Kontrolní otázky
1. Ještě před samotným spuštěním simulace jsou ve směrovacích tabulkách sta-
ticky přiřazeny některé adresy. Mezi jinými i adresa 127.0.0.1. K čemu tato
adresa slouží? Jak se v počítačové terminologii označuje?
2. Na co jste přišli ze zobrazených statistik?
3. Jaký má na síť vliv výpadek linky? Zaměřte se zejména na směrovací tabulky
ostatních směrovačů a samotný RIP protokol.
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5 ÚLOHA Č. 3 - SMĚROVACÍ PROTOKOL OSPF
5.1 Cíle
1. Seznámit se s principem fungování protokolu OSPF.
2. Rozšířit znalosti OMNeTu++.
3. Realizovat síť s implementací směrovacího protokolu OSPF s následnou ana-
lýzou provozu.
5.2 Teoretický úvod
OSPF (Open Shortest Path First) je dynamický směrovací protokol, který využívá
algoritmu Link State. Ten zajišťuje, že každý směrovač rozesílá informace o topo-
logii svého okolí ostatním směrovačům ve zprávách označovaných LSA (Link State
Advertisement). Jednotlivé směrovače tak postupně získávají informace od všech
ostatních a tím si vytvářejí znalost topologie sítě [3].
Metrika je u protokolu OSPF označována jako cena. To je číslo v rozsahu 1
- 65535. Platí, že čím menší je číslo ceny cesty, tím se jeví jako výhodnější. Pro
odvození nejvýhodnější cesty je využito Dijkstrova algoritmu. Protokol OSPF bere
v potaz stavy jednotlivých linek, které více, než počet skoků u RIP protokolu, od-
povídají propustnosti sítě. Jako stav linky je myšleno např. zpoždění, šířka pásma
atp.
Výhodou protokolu oproti RIP je, že lze použít v rozsáhlejších sítích, lépe do-
káže využít kapacity sítě a rychleji reaguje na změnu. Nejnovější verze OSPFv2 je
popsána v [4].
5.2.1 Zprávy OSPF
OSPF definuje několik typů paketů:
• Hello
• Database Description (DD)
• Link State Request (LSR)
• Link state Update (LSU)
• Link State Acknowledgement (LSAck)
OSPF pakety ke svému šíření využívají multicastových adres. TTL (Time To
Live) paketů je 1. To znamená, že zprávy se šíří pouze k sousedícím prvkům. Po
zprovoznění OSPF začne směrovač rozesílat sousedním směrovačům Hello pakety.
Ty jsou periodicky vysílány a slouží k dohodnutí parametrů pro spojení a následně
k ověřování dostupnosti sousedících směrovačů. Takto sousedící směrovače si po
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domluvení parametrů začnou posílat pakety DD, které obsahují LSA (Link State
Advertisement) informace. LSA obsahují informace o stavech linek nebo směrovačů,
které jsou připojeny k dané síti. Pomocí DD zpráv také dojde k tomu, že se dva
sousední směrovače stanou přilehlými. V těchto paketech jsou obsaženy informace
o znalostech topologie. Tyto informace směrovač porovná se svými a pokud zjistí
odlišnost, vyžádá si příslušnou položku pomocí paketu LSR. Směrovač, který dostal
LSR na něj odpoví paketem LSU, ve kterém zašle požadované informace. Tato vý-
měna informací je ještě potvrzena paketem LSAck. Jednotlivé směrovače si zprávy
ukládají a přeposílají je dál. Takto se informace záplavově šíří a jednotlivé směrovače
postupně získají znalost celé topologie.
5.2.2 Oblasti
Výhodou také je, že celou síť lze rozdělit na OSPF oblasti. Výhodou je, LSU zprávy
se záplavově nešíří skrz celou sítí, ale pouze danou oblastí. Jednotlivé směrovače mají
znalost pouze své oblasti. Oblasti jsou pak spojeny hraničními routery. Značeny jsou
32 bitovým číslem ve formátu x.x.x.x. Páteřní oblast má označení 0.0.0.0.
5.2.3 Výpadek
Hello pakety jsou periodicky odesílány každých 10 sekund. Pokud směrovač nedo-
stane odpověď v době označované jako DeadInterval, tak se předpokládá nefunkční
spojení a dochází k aktualizaci.
5.3 Vytvoření projektu
• Spusťte OMNeT++ a vyberte pracovní adresář (workspace).
• Vytvořte nový prázdný projekt: File → New → OMNeT++ Project...
• Název zvolte např. OSPF a dokončete kliknutím na Finish.
• Do vytvořeného projektu implementujte nadstavbu INET: Pravým kliknutím
na vytvořený projekt zvolte Properties → Project References, vyberte inet a
potvrďte OK.
5.4 Složené moduly
V této úloze budete topologii vytvářet trochu jiným způsobem než v předešlých. Jde
tak hlavně o ukázku možností OMNeTu++. V následujících bodech je popsáno, jak
vytvořit složený modul. Tento modul následně bude použit pro sestavení sítě s více
OSPF oblastmi.
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Následujícím způsobem vytvoříte složený modul, jehož výsledná podoba je za-
chycena na obr.[5.1].
• Vytvořte ned soubor, který pojmenujte Oblast1.ned.
• V paletě nástrojů v podadresáři Types vyberteCompound Module a vložte
na pracovní plochu.
• Modul vhodně pojmenujte např. OSPF_O1.
• Dále z palety vyberte a vložte na pracovní plochu následující submoduly: 3x
OSPFRouter, 2x EtherSwitch, 2x StandardHost.
• Prvky rozmístěte a pojmenujte podle obr.[5.1].
Nejprve je zapotřebí modulu definovat název jeho vstupní a výstupní brány. A to
z důvodu propojení modulu jako celku s dalšími prvky.
• Přepněte se do textového editoru a podle níže uvedeného definujte brány.
module OSPF_O1
{
@display("bgb=422,308");
gates:
inout ethg[];
Nyní, jako v předešlé úloze, je zapotřebí definovat počet rozhraní (bran) jednot-
livým prvkům. Pro připomenutí, příkaz, který slouží k definování počtu rozhraní
vypadá následovně: gates: ethg[počet bran]. Prohlédněte si obr.[5.1] a definujte
počty rozhraní.
Obr. 5.1: Složený modul pro oblast 1
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• Přepněte se zpět do grafického editoru a prvky propojte linkou Eth100M.
• Opět se přepněte do textového editoru a v sekci connections spárujte brány
jednotlivých prvků. Připomínám, že na jedno rozhraní může být připojeno
právě 1 další. Rozhraní párujte tak, aby rozhraní ethg[0] hraničního routeru
B1 zůstalo volné.
• Nakonec přidejte linku pro spojení mezi oblastmi:
ethg[0] <--> B1.ethg[0];
V následujících bodech podobným způsobem vytvoříte složeny modul 2. oblasti.
• Vytvořte další soubor .ned s názvem Oblast2.ned.
• Obdobným způsobem jako výše sestavte topologii podle obr.[5.2]. Modul po-
jmenujte např. OSPF_O2.
• Opět definujte vstupní a výstupní brány modulu, počet bran všech prvků a
následně brány spárujte. Opět ponechte volnou bránu ethg[0] prvku B2.
• Nakonec vytvořte linku pro propojení modulu s dalšími prvky.
ethg[0] <--> B2.ethg[0];
Obr. 5.2: Složený modul pro oblast 2
5.5 Výsledná topologie
V následujících krocích vytvoříte výslednou topologii s použitím vámi vytvořených
složených modulů.
• Vytvořte 3. ned soubor s názvem Oblasti.ned.
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• Z palety nástrojů vyberte Network a vložte na pracovní plochu. Síť pojme-
nujte např. OSPF_topologie.
• V podadresáři palety Submodules vyhledejte a vložte na pracovní plochu
vámi vytvořené moduly OSPF_O1/O2 a IPv4NetworkConfigurator.
• Prvky rozmístěte a pojmenujte podle obr.[5.3]
Obr. 5.3: Výsledná topologie
Modulům je opět třeba definovat počet bran. Spojujete pouze dvě oblasti, stačí
tedy pouze jedna brána. Dále je zapotřebí nastavit konfigurátor. Ten nastavíte tak,
aby oblastem byly přidělovány adresy z jiných rozsahů.
configurator: IPv4NetworkConfigurator {
parameters:
@display("p=76,30");
config = xml("<config>"
+ "<interface among='O1.*' address='192.168.10.x' netmask='255.255.255.x' />"
+ "<interface among='O2.*' address='192.168.20.x' netmask='255.255.255.x' />"
+ "<interface among='O1.B1 O2.B2' address='192.168.30.x' netmask='255.255.255.x' />"
+ "<route hosts='O*.H*' destination='*' netmask='0.0.0.0' interface='eth0' />"
+ "</config>");
addStaticRoutes = false;
addDefaultRoutes = false;
assignDisjunctSubnetAddresses = false; }
Po nastavení konfigurátoru se přepněte do grafického editoru a spojte oblasti
linkou Eth100M. Soubor uložte.
5.6 Konfigurace simulace
Vytvořte prázdný konfigurační soubor omnetpp.ini. K vytvoření provozu použijete
opět UDP aplikaci. Všichni klienti budou mít dvě aplikace: UDPBasicAPP a UDPE-
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choAPP. S první jste se již setkali. Druhá aplikace slouží k odpovědi na přijaté UDP
pakety. Po přijetí UDP paketu, klient tento paket zkopíruje a odešle zpět zdroji.
UDPBasicApp
• V konfiguračním souboru se přepněte do záložky Parameters, určete počet apli-
kací a následně zpřístupněte parametry aplikace pomoci parametru typename.
Section/Key Value
**.numUdpApps 2
**.udpApp[0].typename "UDPBasicApp"
Následující parametry přidejte pomocí Add.... Do filtru zadejte hledaný parametr
a přiřaďte mu hodnotu.
• Cílový port (destPort) nastavte na 1234.
• Délku zprávy (messageLength) 32B.
• Odesílací interval (sendInterval) nastavte 0.1s.
• Začátek vysílání (startTime) zvolte 80s (kvůli adaptaci sítě).
• Cílové adresy (destAddresses) klientů nastavte tak, aby si zprávy posílali
mezi oblastmi. Tzn. H1 z oblasti O1 bude posílat pakety např. klientovi H3
z oblasti O2. U cílové adresy musíte určit i do jaké oblasti má paket směřovat.
Kupříkladu:
Section/Key Value
**.H1.udpApp[0].destAddresses "O2.H3"
UDPEchoApp
Opět musíte nastavit typ aplikace pomoci parametru typename. Jako parametr
stačí nastavit pouze lokální port (localPort), na kterém bude aplikace naslouchat,
a který musí být stejný jako cílový port UDPBasicApp. Nezapomeňte rozlišit číslo
aplikace: udpApp[1].
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Ještě je třeba nakonfigurovat protokol OSPF. To se provádí v souboru ASCon-
fig.xml. Dokument má následující formu.
<?xml version="1.0"?>
<OSPFASConfig xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:schemaLocation="OSPF.xsd">
<!-- Areas -->
<Area id="x.x.x.x">
<AddressRange address="x.x.x.x" mask="x.x.x.x" status="Advertise" />
</Area>
<!-- Routers -->
<Router name="xxx" RFC1583Compatible="true">
<BroadcastInterface ifName="xxx" areaID="x.x.x.x" interfaceOutputCost="x" />
</Router>
</OSPFASConfig>
V první části (Areas) lze vytvořit jednotlivé oblasti. Oblasti lze v tomto pří-
padě dělit podle adres, je ale možné použít např. i názvy prvků. To by však bylo
zdlouhavé. V druhé části (Routers) definujete, do které oblasti patří jednotlivé roz-
hraní routerů, kde ifName je název rozhraní (eth0, eth1 atd.), areaID je ID oblasti
a InterfaceOutputCost je cena cesty. Podle následujících kroků nastavte oblasti.
Vytvoření oblastí
• Prvně definujte ID oblastí. Id oblasti má obvykle tvar 0.0.0.0, 0.0.0.1 atd.
• V konfigurátoru jste definovali tři různé rozsahy adres. Vytvořte tedy tři ob-
lasti, kdy do oblasti 0.0.0.0 bude spadat rozsah 192.168.30.0, 0.0.0.1 pro rozsah
192.168.10.0 a 0.0.0.2 pro rozsah 192.168.20.0.
Přiřazení oblastí rozhraním routerů
• U názvu routeru musíte volit i jeho oblast, kde se fyzicky nachází. Např. O1.R1.
• Následně zvolíte rozhraní a ID oblasti, do které spadá.
• InterfaceOutputCost sice ve výsledku zvedne cenu cesty, ale na výběr výsledné
cesty paketů to nemá vliv. Volte tedy 1 nebo pořadí routeru.
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Př. pro R1
<?xml version="1.0"?>
<OSPFASConfig xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:schemaLocation="OSPF.xsd">
<!-- Areas -->
<Area id="0.0.0.0">
<AddressRange address="192.168.30.0" mask="255.255.255.0" status="Advertise" />
</Area>
<!-- Routers -->
<Router name="O1.R1" RFC1583Compatible="true" >
<BroadcastInterface ifName="eth0" areaID="0.0.0.1" interfaceOutputCost="1" />
<BroadcastInterface ifName="eth1" areaID="0.0.0.1" interfaceOutputCost="1" />
<BroadcastInterface ifName="eth2" areaID="0.0.0.1" interfaceOutputCost="1" />
</Router>
</OSPFASConfig>
Obdobně nastavte ostatní routery přidáváním do souboru ASConfig.xml. Neza-
pomeňte, že rozhraní eth0 u routerů B1 a B2 jsou v oblasti 0.0.0.0. Jinak by mezi
sebou oblasti nemohly komunikovat.
Přepněte se do konfiguračního souboru a podle tab.[5.1] implementujte vámi
vytvořenou konfiguraci oblastí.
Tab. 5.1: Implementace konfigurace
Section/Key Value
**.ospf.ospfConfig xmldoc("ASConfig.xml")
Pro zjednodušení zobrazení směrovacích tabulek je dobré si zavézt zásuvný modul
k tomu určený.
• Přepněte se do záložky Tkenv a do položky Plugin path: nastavte cestu
k zásuvnému modulu, který se nachází v: \workspace\inet\etc\plugins.
Zbytek cesty závisí na umístění OMNeTu++.
• Například:
C:\omnetpp-4.6\workspace\inet\etc\plugins
Přepněte se do záložkyGeneral a nastavte dobu simulace na 300s. Soubor uložte
a spusťte simulaci.
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5.7 Simulace
Po spuštění se zobrazí prostředí pro animaci simulace.
• Pravým kliknutím na jakýkoliv router vyberte z menu INET: OSPF areas...
a prohlédněte si, co vše je možné vyčíst.
• Nyní můžete spustit simulaci kliknutím na RUN v horní části okna.
• Rychlost si regulujte tak, abyste byli schopni pozorovat, co se v síti děje.
Zaměřte se zejména na typy OSPF paketů.
• Po chvíli by se ve směrovacích tabulkách měly objevovat nové trasy nastavené
OSPF protokolem.
• V logu událostí (pod topologií) zjistěte, jakou multicastovou adresu využívá
OSPF protokol. Informace se nachází ve sloupci Info.
• Po prohlédnutí můžete zvolit rychlost EXPRESS a simulaci odsimulovat.
5.8 Samostatný úkol
1. Do topologie vložte nový prvek scenarioManager.
2. Vytvořte konfigurační soubor pro scenarioManager typu .xml (File → New →
File) a simulujte výpadek linky v oblasti 2 mezi routery R3 a B2 v čase 100s.
Linku opět připojte v čase 160s.
3. Inspirujte se buď předešlou úlohou nebo nápovědou ve zdrojovém kódu prvku
scenarioManager.
4. U názvu routerů nezapomeňte uvést i oblast, ve které se nachází.
5. Při výpadku si ověřte teoretický poznatek, že LSU zprávy se rozesílají pouze
v rámci oblasti. To provedete tak, že simulaci spustíte v módu FAST, a za-
stavíte zhruba ve 140s. V event logu, který se nachází pod topologií, vyvoláte
zkratkou ctrl + f filtr znaků a zadáte LSU. Ve sloupci Src/Dest si pak mů-
žete ověřit kam byly zprávy rozeslány. Je zde zobrazen i čas události, z čehož
můžete odvodit, jak dlouho trvalo OSPF protokolu zareagovat na výpadek.
5.9 Výsledky
Výsledky přímo OSPF provozu ve verzi INET 2.6.0 nejsou. Výkyvy však jdou po-
zorovat například z UDP prošlých paketů.
• Rozklikněte si tedy výsledky v projektu a dvojklikem na soubor General.vec
vytvořte soubor General.anf.
• V tomto souboru klikněte ve spodní části na záložku Browse Data.
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• Vyhledejte prvek O2.B2 a následně rozklikněte, např. pro rozhraní 2, parametr
s názvem passedUdPk:vector(packetBytes).
• Po započatém odesílání UDP paketů (80s) jsou ve dvou místech vidět výkyvy
způsobené výpadkem linky.
• Ze statistiky si potvrďte rychlost reakce protokolu na výpadek linky.
5.10 Kontrolní otázky
1. Jakou multicastovou adresu využívá OSPF protokol?
2. Byl splněn teoretický předpoklad, že LSU zprávy se šíří pouze v rámci jedné
oblasti?
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6 POZNÁMKY PRO VYUČUJÍCÍ
6.1 Úloha č.1
Jedná se o seznamovací úlohu. Prakticky to znamená přepis a kopírování podle pře-
depsaného návodu. Pokud studenti neudělají chybu v přepisu, tak by neměl nastat
žádný problém. Může se však stát, že vznikne chyba při buildování projektu. V ta-
kovém případě je třeba vyzkoušet build znovu popř. restartovat prostředí.
6.1.1 Odpovědi na kontrolní otázky
1. K zahazování dochází kvůli zahlcení fronty.
2. Se zvětšováním fronty stoupá zpoždění jednotlivých služeb.
3. Se zavedením QoS klesá zpoždění. Bez podpory QoS dochází ke ztrátě paketů,
video by se zasekávalo.
6.2 Úloha č.2
Postup je opět jasný. Studenti mají sami definovat počty rozhraní jednotlivých prvků
a následně je propojit.
Počty rozhraní jsou následující: H1 ethg[1], R1 ethg[3], R2 ethg[2], R3 ethg[3], R4
ethg[3], R5 ethg[3], R6 ethg[4], R7 ethg[2], R8 ethg[4], R9 ethg[2], H2 ethg[1].
Spojení může vypadat následovně:
connections:
H1.ethg[0] <--> kanal <--> R1.ethg[0];
R1.ethg[1] <--> kanal <--> R3.ethg[0];
R1.ethg[2] <--> kanal <--> R2.ethg[0];
R3.ethg[2] <--> kanal <--> R4.ethg[0];
R2.ethg[1] <--> kanal <--> R4.ethg[1];
R3.ethg[1] <--> kanal <--> R5.ethg[0];
R9.ethg[1] <--> kanal <--> R8.ethg[2];
R4.ethg[2] <--> kanal <--> R6.ethg[0];
R5.ethg[2] <--> kanal <--> R6.ethg[1];
R5.ethg[1] <--> kanal <--> R9.ethg[0];
R6.ethg[2] <--> kanal <--> R8.ethg[0];
R6.ethg[3] <--> kanal <--> R7.ethg[0];
R7.ethg[1] <--> kanal <--> R8.ethg[1];
R8.ethg[3] <--> kanal <--> H2.ethg[0];
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6.2.1 Samostatný úkol
Konfigurační soubor pro prvek lifecycleController vypadá následovně:
<scenario>
<at t="150">
<tell module="lifecycleController" target="R6" operation="NodeShutdownOperation"/>
</at>
<at t="350">
<tell module="lifecycleController" target="R6" operation="NodeStartOperation"/>
</at>
</scenario>
Studenti mají na výběr dvě možnosti. Buď vytvoří nový scénář a sekci a vytvoří
tak novou část simulace, nebo přidají příkaz do již existujícího scénáře. V takovém
případě dojde zároveň k přerušení linky mezi routery R1 a R3 a výpadku routeru
R6.
6.2.2 Odpovědi na kontrolní otázky
1. Loopback. K testování vlastního uzlu sítě.
2. Ze statistiky lze vyčíst, že RIP protokol odesílá aktualizace v intervalu 30
sekund.
3. Výpadek má vliv takové, že po určitou dobu je síť ochromená. Musí se vyhledat
nová cesta a aktualizovat směrovací tabulky.
6.3 Úloha č.3
Předpokládají se znalosti z předešlých úloh. Například je popsáno jak danou část
simulace provést, není však uvedena výsledná podoba daného kroku.
Počty rozhraní pro oblast 1 jsou: H1 ethg[1], H2 ethg[1], S1 ethg[2], S2 ethg[2], R1
ethg[3], R2 ethg[3], B1 ethg[3].
počty rozhraní pro oblast 2 jsou: H3 ethg[1], H4 ethg[1], S3 ethg[2], S4 ethg[2], R3
ethg[3], R4 ethg[3], B2 ethg[3], R5 ethg[2].
Nastavení UDPBasicApp v souboru omnetpp.ini je v tab.[6.1], aplikace UDPE-
choApp pak v tab.[6.2]. Cílové adresy stačí pouze v jednom směru, UDPEchoApp
bude odpovídat zdrojovým stanicím.
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Tab. 6.1: Nastavení UDPBasicApp
Section/Key Value
**.numUdpApps 2
**.udpApp[0].typename "UDPBasicApp"
**.udpApp[0].destPort 1234
**.udpApp[0].messageLength 32 bytes
**.udpApp[0].sendInterval 0.1s
**.udpApp[0].startTime 80s
**.H2.udpApp[0].destAddresses "O2.H4"
**.H1.udpApp[0].destAddresses "O2.H3"
**.H3.udpApp[0].destAddresses "O1.H1"
**.H4.udpApp[0].destAddresses "O1.H2"
Tab. 6.2: Nastavení UDPEchoApp
Section/Key Value
**.udpApp[1].typename "UDPEchoApp"
**.udpApp[1].localPort 1234
6.3.1 Samostatný úkol
Nastavení konfigurace pro scenarioManager. Čísla rozhraní se mohou lišit.
<scenario>
<at t="100" >
<disconnect src-module="O2.R3" src-gate="ethg$o[1]" />
<disconnect src-module="O2.B2" src-gate="ethg$o[1]" />
</at>
<at t="160">
<connect src-module="O2.R3" src-gate="ethg[1]"
dest-module="O2.B2" dest-gate="ethg[1]"
channel-type="inet.nodes.ethernet.Eth100M">
</connect>
</at>
</scenario>
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6.3.2 Odpovědi na kontrolní otázky
1. Je používána adresa 224.0.0.5.
2. LSU zprávy by se měly šířit pouze v rámci oblasti a následně mezi hraničními
routery.
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7 ZÁVĚR
Během vypracování práce jsem se seznámil s funkčností systému a jeho možnostmi
na úrovni, jejímž výsledkem je realizace tří jednoduchých simulací. OMNeT++ je ve-
lice flexibilní a účinný simulační nástroj použitelný nejen v oblasti telekomunikací.
Díky tomu, že je systém šířen formou otevřeného kódu, není problém najít nadstavby
i netradičního typu, popř. si sám nějakou vytvořit, což však vyžaduje programátor-
ské schopnosti a znalost jazyka NED. Hotové nadstavby samozřejmě velice ulehčují
práci s nástrojem. Příkladem je použitá nadstavba INET, která poskytuje základní
sadu protokolů a standardů. Dnešní OMNeT++, oproti starším verzím, poskytuje
velice komfortní grafické ovládání a editování, které si člověk rychle osvojí. Systém
je stále vyvíjen a vylepšován, což dokazuje fakt, že jen za rok 2014 vyšly tři nové
verze.
Výstupem práce je návrh tří úloh pro počítačové cvičení a vytvoření stručného
uživatelského průvodce, který je na úrovni povrchového seznámení se systémem.
Přínosem práce je zařazení simulačního nástroje, který doposud nebyl na škole
používán, do výuky. Tento systém by měl nahradit simulační program OPNET
IT Guru Academic Edition. Akademická verze OMNeTu++je plnohodnotná a zcela
zdarma.
Při práci se systémem jsem narazil na několik problémů. Některé byly vyřešeny
příchodem verze 4.6, jiné zůstávají. Z neznámého důvodu došlo několikrát k pádu
celého systému, přičemž k obnovení funkcí vedla až reinstalace. O potřebnou doku-
mentaci k samotnému OMNeTu++ není nouze, horší to je u nadstavby INET. Ačkoli
některé moduly a jejich nastavení je popsáno výborně, u jiných zcela chybí. Kon-
krétním příkladem je protokol OSPF, o kterém jsou napsány v manuálu INETU 4
řádky. Tvorba této simulace tedy probíhala pokus omyl. Některé parametry týkající
se reálného provozu jsou sice obsaženy, ale jejich změna se nijak neprojevuje.
Příčinou těchto drobných nedostatků je samozřejmě to, že jde o systém s volnou
licencí a jednotlivé moduly v nadstavbě INET vytváří samotní uživatelé. Příkladem
je opět výše zmíněný OSPF protokol, který byl vytvořen v rámci diplomové práce
studentem jménem Andras Babos. Systém se však stále vyvíjí, dokumentace rozši-
řuje a chyb ubývá. I přes tyto drobné nedostatky klady převyšují a systém je díky
jeho flexibilitě velice názorný a užitečný.
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SEZNAM SYMBOLŮ, VELIČIN A ZKRATEK
BAN Body Area Network
DD Database Description
DS Differentiated Services
DSCP Differentiated Services Code Point
IP Internet Protocol
IVC Inter-Vehicular Communication
LSA Link State Advertisement
LSAck Link State Acknowledgement
LSR Link State Request
LSU Link State Update
NED Network Description
OSPF Open Shortest Path First
RIP Routing Information Protocol
TCP Transmission Control Protocol
UDP User Datagram Protocol
WSN Wireless Sensor Networks
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A OBSAH PŘILOŽENÉHO CD
Na přiloženém CD se ve formátu pdf nachází zdrojové kódy pro jednotlivé simulace.
Dále CD obsahuje zdrojové LaTeXové soubory, aby bylo možné editovat a dále
rozvinout navrhnuté úlohy pro počítačové cvičení.
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A.2 Zdrojové soubory úloh pro LaTeX
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