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ABSTRAKT
Hlavním cílem této bakalářské práce je návrh a realizace softwarového programu, který
bude schopen přijímat a přehrávat multimediální tok vysílaný ze serveru prostřednictvím
paketové sítě. Pro navázání spojení mezi serverem a koncovým bodem je využit protokol
pro přenos multimediálních dat RTP. V bakalářské práci jsou proto popsány protokoly
zajišťující přenos dat RTP/RTCP, RTSP a také protokoly SDP a SAP. Popis zmíněných
protokolů není proveden do nejmenších detailů, ale jedná se o seznámení s problematikou.
Dále jsou stručně popsány knihovny, které byly při navrhování aplikace uvažovány a také
použité aplikace, které fungují jako zdroj vysílání multimediálních dat. V práci poté
následuje návrh řešení a popis jednotlivých kroků při tvorbě aplikace. V poslední části
této práce je proveden rozbor fungování programu.
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ABSTRACT
The main objective of thesis is proposal and realization programme, which can be able
to receive and play up multimedia stream broadcasted from server via packet networks.
Protocol for transmission multimedia data is used to join connection between server and
end point. And therefore protocols which handle data transmission like RTP/RTCP,
RTSP and also SDP and SAP are described in thesis. Description mentioned records
isn’t effected to the smallest details, but acts about acquaint with problems. Further be
brief described libraries that the stand by drafting application in view as well as used
application that the function as the source of transmission multimedia. Than follows
proposal solving and single step description of programme design in thesis. Analysis of
working programme is performed in the last part of thesis.
KEYWORDS
IPTV, RTP, RTCP, SDP, SAP, RTSP, Darwin Streaming Server, Stream
MAŠEK, P. IP Televize: bakalářská práce. Brno: Vysoké učení technické v Brně, Fakulta
elektrotechniky a komunikačních technologií, Ústav telekomunikací, 2011. 56 s. Vedoucí
práce byl Ing. Petr Číka, Ph.D.
PROHLÁŠENÍ
Prohlašuji, že svou bakalářskou práci na téma „IP Televizeÿ jsem vypracoval samo-
statně pod vedením vedoucího bakalářské práce a s použitím odborné literatury a dalších
informačních zdrojů, které jsou všechny citovány v práci a uvedeny v seznamu literatury
na konci práce.
Jako autor uvedené bakalářské práce dále prohlašuji, že v souvislosti s vytvořením
této bakalářské práce jsem neporušil autorská práva třetích osob, zejména jsem nezasáhl
nedovoleným způsobem do cizích autorských práv osobnostních a jsem si plně vědom
následků porušení ustanovení § 11 a následujících autorského zákona č. 121/2000 Sb.,
včetně možných trestněprávních důsledků vyplývajících z ustanovení § 152 trestního zá-
kona č. 140/1961 Sb.
Brno . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .
(podpis autora)
Poděkování
Děkuji vedoucímu bakalářské práce Ing. Petru Číkovi Ph.D. za užitečnou metodickou,
odbornou pomoc a další cenné rady při zpracování mé bakalářské práce. Také bych
chtěl poděkovat své rodině za podporu při studiu.
V Brně dne . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .
podpis autora
OBSAH
Úvod 10
1 Internetová televize - IPTV 11
2 Protokoly na transportní vrstvě 12
2.1 Transportní vrstva . . . . . . . . . . . . . . . . . . . . . . . . . . . . 12
2.1.1 Protokol TCP . . . . . . . . . . . . . . . . . . . . . . . . . . . 12
2.1.2 Protokol UDP . . . . . . . . . . . . . . . . . . . . . . . . . . . 13
2.1.3 Multimediální síťové služby . . . . . . . . . . . . . . . . . . . 14
3 Protokoly pro přenos multimediálních dat 15
3.1 Seznam protokolů . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 15
3.2 Real-time Transport Protocol (RTP) . . . . . . . . . . . . . . . . . . 15
3.2.1 Hlavička RTP paketu . . . . . . . . . . . . . . . . . . . . . . . 16
3.3 RTP Control Protocol (RTCP) . . . . . . . . . . . . . . . . . . . . . 18
3.3.1 Formát paketů RTCP . . . . . . . . . . . . . . . . . . . . . . 19
3.3.2 Hlavička paketu RTCP . . . . . . . . . . . . . . . . . . . . . . 20
3.4 Session Description Protocol (SDP) . . . . . . . . . . . . . . . . . . . 20
3.4.1 Popis relace protokolem SDP . . . . . . . . . . . . . . . . . . 21
3.5 Real Time Streaming Protocol (RTSP) . . . . . . . . . . . . . . . . . 22
3.5.1 Hlavní funkce RTSP protokolu . . . . . . . . . . . . . . . . . . 22
3.5.2 RTSP metody . . . . . . . . . . . . . . . . . . . . . . . . . . . 23
3.6 Session Announcement Protocol (SAP) . . . . . . . . . . . . . . . . . 24
3.6.1 Hlavička SAP zprávy . . . . . . . . . . . . . . . . . . . . . . . 25
4 Streamovací servery 26
4.1 VLC media player (VLC) . . . . . . . . . . . . . . . . . . . . . . . . 26
4.2 Helix Server (HS) . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 26
4.3 Darwin Streaming Server (DSS) . . . . . . . . . . . . . . . . . . . . . 28
4.3.1 Úvod . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 28
4.3.2 Instalace . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 28
4.3.3 Spuštění . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 28
4.3.4 Přihlášení . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 28
4.3.5 Konfigurace . . . . . . . . . . . . . . . . . . . . . . . . . . . . 29
4.3.6 Ověření funkčnosti . . . . . . . . . . . . . . . . . . . . . . . . 29
5 Platforma .NET 32
6 Návrh aplikace pro příjem multimediálních toků 33
6.1 Použité knihovny . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 33
6.1.1 JRTPLIB . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 34
6.1.2 LIVE555 Streaming Media . . . . . . . . . . . . . . . . . . . . 34
6.1.3 OPAL library . . . . . . . . . . . . . . . . . . . . . . . . . . . 34
6.1.4 LIVE.COM Streaming Media . . . . . . . . . . . . . . . . . . 34
6.1.5 FFmpeg . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 34
6.1.6 MediaSuite.NET 1.6 . . . . . . . . . . . . . . . . . . . . . . . 35
6.2 Návrh řešení aplikace . . . . . . . . . . . . . . . . . . . . . . . . . . . 36
6.3 Struktura aplikace . . . . . . . . . . . . . . . . . . . . . . . . . . . . 38
6.3.1 Uživatelské rozhraní . . . . . . . . . . . . . . . . . . . . . . . 38
6.3.2 Knihovna MediaSuite.NET . . . . . . . . . . . . . . . . . . . . 38
6.3.3 Hlavní třída a důležité metody programu . . . . . . . . . . . . 39
6.4 Realizovaná aplikace . . . . . . . . . . . . . . . . . . . . . . . . . . . 40
6.4.1 Přehrávač audio/video souborů z pevného disku . . . . . . . . 40
6.4.2 Aplikace pro přehrávání multimediálních dat . . . . . . . . . . 41
6.4.3 Instalace programu do PC . . . . . . . . . . . . . . . . . . . . 43
6.4.4 Test programu . . . . . . . . . . . . . . . . . . . . . . . . . . . 44
6.4.5 Výsledky testování . . . . . . . . . . . . . . . . . . . . . . . . 48
7 Závěr 49
Literatura 50
Seznam symbolů, veličin a zkratek 53
Seznam příloh 55
A Obsah CD 56
SEZNAM OBRÁZKŮ
2.1 TCP segment [3] . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 13
2.2 UDP datagram [5] . . . . . . . . . . . . . . . . . . . . . . . . . . . . 13
3.1 Protokoly pro přenos multimediálních dat . . . . . . . . . . . . . . . 15
3.2 Příklad použití Mixeru a Translátoru . . . . . . . . . . . . . . . . . . 16
3.3 Hlavička RTP paketu [6] . . . . . . . . . . . . . . . . . . . . . . . . . 18
3.4 Příklad přenosu multimediálních toků pomocí protokolu RTP/RTCP 18
3.5 Hlavička protokolu RTCP [6] . . . . . . . . . . . . . . . . . . . . . . . 20
3.6 Příklad RTSP komunikace . . . . . . . . . . . . . . . . . . . . . . . . 24
3.7 Hlavička SAP protokolu [9] . . . . . . . . . . . . . . . . . . . . . . . . 25
3.8 Příklad zasílání SAP zpráv na multicastovou adresu . . . . . . . . . . 25
4.1 Helix Server – spuštění programu . . . . . . . . . . . . . . . . . . . . 27
4.2 Helix Server – načtení modulů . . . . . . . . . . . . . . . . . . . . . . 27
4.3 Hlavní okno DSS . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 30
4.4 Navázání komunikace mezi serverem a klientem pomocí protokolu RTSP 30
4.5 Ukončení komunikace mezi serverem a klientem pomocí protokolu RTSP 31
6.1 Vývojový diagram startu aplikace . . . . . . . . . . . . . . . . . . . . 36
6.2 Vývojový diagram příjmu dat . . . . . . . . . . . . . . . . . . . . . . 37
6.3 Ukázka grafického rozhraní programu . . . . . . . . . . . . . . . . . . 38
6.4 Hlavní okno aplikace . . . . . . . . . . . . . . . . . . . . . . . . . . . 40
6.5 Ukázka příjmu dat protokolem RTP/RTCP . . . . . . . . . . . . . . 41
6.6 Ukázka přehrávání . . . . . . . . . . . . . . . . . . . . . . . . . . . . 42
6.7 Průvodce při instalaci aplikace . . . . . . . . . . . . . . . . . . . . . . 43
6.8 Rozbor síťové komunikace programem Wireshark č.1 . . . . . . . . . 44
6.9 Rozbor síťové komunikace programem Wireshark č.2 . . . . . . . . . 45
6.10 Chyby v obraze při přehrávání . . . . . . . . . . . . . . . . . . . . . . 45
6.11 Přehrávání bez chyb v obraze . . . . . . . . . . . . . . . . . . . . . . 46
6.12 Srovnání kvality videa po dekódování a před dekódováním . . . . . . 46
6.13 VLC – nastavení kódování videa . . . . . . . . . . . . . . . . . . . . . 47
6.14 VLC – nastavení kódování audia . . . . . . . . . . . . . . . . . . . . . 47
6.15 VLC – nastavení zapouzdření . . . . . . . . . . . . . . . . . . . . . . 48
SEZNAM TABULEK
3.1 Tabulka SDES zpráv [6] . . . . . . . . . . . . . . . . . . . . . . . . . 19
3.2 RTSP metody [8] . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 23
ÚVOD
Internet Protocol Television (IPTV) se používá pro distribuci multimediálních služeb
(televizní vysílání) přes paketové sítě. Internetová televize se stejně jako přenos
hlasu Voice over Internet Protocol (VoIP) stává díky neustále se zvyšující rychlosti
a celosvětovému rozšíření internetového připojení více populární. V dnešní době
je stále častější, že si lidé pořídí od poskytovatele připojení k internetu i set-top
box, který je vybaven ethernetovým portem a umožňuje uživateli sledovat televizní
vysílání přes paketové sítě. S rozšířením IPTV souvisí další technologie jako je video
na vyžádání VoD (Video on Demand). VoD umožňuje přehrávání pořadů uložených
v archivech poskytovatele připojení.
Tato práce se zaměřuje na problematiku IPTV a prostředky, které umožňují pře-
nos multimediálních služeb. Dnes existuje mnoho standardů, které zajišťují přenos
audio a video dat v paketových sítích. V této bakalářské práci budou podrobně
popsány protokoly pracující na aplikační vrstvě referenčního modelu TCP/IP, které
zajišťují přenos multimediálních dat (RTP protokol) a kvalitu služeb během pře-
nosu (RTCP, SDP a SAP protokol). Problematika jednotlivých protokolů je detailně
rozebrána v první části práce.
Cílem této práce je návrh programu pro operační systém Microsoft Windows
XP/Vista/7, který dokáže zachytit přenos audio/video dat v paketové síti a jeho
následné přehrávání. Přenos dat bude realizován v první části unicastovým vysílá-
ním a následně multicastovým vysíláním. Výběr knihoven pro jednotlivé protokoly,
implementace a popis vytvořené aplikace bude popsán v druhé části této bakalářské
práce.
10
1 INTERNETOVÁ TELEVIZE - IPTV
Tato práce se zaměřuje především na přenos televizního vysílání (multimediálních
dat), který se v angličtině označuje jako Internet Protocol Television (IPTV). Data
se přenášejí v počítačových sítích, které dnes využívají IP protokol. Paketové sítě
byly navrženy pro přenos dat, kde je důležité jejich správné doručení a čas jejich
doručení nebyl hlavním kritériem. Aby bylo možné spolehlivě a kvalitně provozovat
IPTV, stejně jako další služby v reálném čase, jako je například přenos hlasu přes
počítačovou síť (VoIP), bylo nutné zajistit kvalitu přenášených služeb QoS (Quality
of Service).
K rychlému rozšíření služeb poskytujících přenos dat v počítačových sítích při-
spěla hlavně jejich cena. VoIP je v rámci volání v internetu poskytován zdarma a
jediné náklady na jeho provoz jsou poplatky poskytovateli internetového připojení.
V případě volání do klasické telefonní sítě, ať už pevné nebo mobilní, se platí určitý
poplatek, který je dnes ale téměř vždy nižší, než v případě volání v klasické tele-
fonní síti. V případě IPTV je k ceně internetového připojení započtena ještě cena za
poskytování video obsahu, ať už se jedná o televizní vysílání, nebo zpětné sledování
pořadů díky službě video na vyžádání (VoD). Cena takového řešení je už srovna-
telná s poplatky za příjem satelitního vysílání a tak se stále více uživatelů přiklání
k IPTV, které se zdá být perspektivnější a nabízí i něco navíc například v podobě
VoD.
Tato práce se zaměřuje na přenos IPTV v počítačových sítích. Aby mohla tato
služba fungovat, byly vytvořeny protokoly, které zajišťují: řízení vysílání a příjmu
dat (RTSP), následný přenos dat (RTP/RTCP), přenos informací o aktuálně pře-
nášených datech (SDP), informování o právě probíhajících relacích (SAP). Tyto
protokoly budou popsány a následně implementovány pomocí vhodných knihoven
do programu.
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2 PROTOKOLY NA TRANSPORTNÍ VRSTVĚ
2.1 Transportní vrstva
Pro přenos multimediálních dat v paketových sítích se využívá transportní vrstva,
která spravuje přenos datových jednotek mezi odesílatelem a příjemcem. Transportní
vrstva poskytuje spolehlivou nebo nespolehlivou službu. Pro spolehlivý přenos vy-
užívá protokol TCP (Transmission Control Protocol) a pro nespolehlivý přenos pro-
tokol UDP (User Datagram Protocol) [1].
K jednoznačnému identifikování dat aplikačních procesů se používají porty.
Aplikační porty jsou celočíselné identifikátory (kladná čísla) v rozsahu 0–65 536.
Porty dále dělíme na
• známé porty (0–1023),
• registrované porty (1024–49 151),
• dynamické porty (49 152–65 536).
Aby bylo určení procesu v celé síti přesné, používá se spojení IP adresa + port,
které se nazývá socket. Pomocí socketu můžeme jistě určit, která stanice využívá
jaké porty. To je nezbytné, protože koncové stanice v síti mohou využívat stejné
porty a server potřebuje identifikovat každou stanici jednotlivě [1].
2.1.1 Protokol TCP
První protokol na transportní vrstvě je TCP. Jeho hlavní funkcí je segmentace pří-
chozích dat do velikosti IP datagramu, které následně předá na IP vrstvu. Mezi jeho
další vlastnosti patří [2]
• spolehlivá transportní služba,
• služba se spojením,
• efektivní využití přenosových kanálu,
• transparentní přenos,
• duplexní spojení,
• rozlišení koncových stanic pomocí portů.
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Příklad TCP segment:
DATA
VÝPLŇVOLITELNÉ MOŽNOSTI
KONTROLNÍ SOUČET OZNAČENÍ URGENTNÍCH DAT
DÉLKA OKNA
ČÍSLO PŘIJATÉHO BAJTU
ČÍSLO ODESÍLANÉHO BAJTU
ZDROJOVÝ PORT CÍLOVÝ PORT
F
I
N
S
Y
N
R
S
T
P
S
H
A
C
K
U
R
G
DÉLKA 
ZÁHLAVÍ
REZERVA
0 8 16 24 31
Obr. 2.1: TCP segment [3]
2.1.2 Protokol UDP
Druhý protokol na transportní vrstvě je UDP. Jedná se o datagramovou službu,
která odeslané pakety nepotvrzuje a v případě, že se vyskytne chyba při přenosu
ani neopakuje vysílání. Řešení problémů spojených se spolehlivým přenosem dat
předává aplikačním protokolům [4].
Příklad UDP datagram:
DATA
DÉLKA UDP ZPRÁVY KONTROLNÍ SOUČET
ZDROJOVÝ PORT CÍLOVÝ PORT
0 8 16 24 31
Obr. 2.2: UDP datagram [5]
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2.1.3 Multimediální síťové služby
Z výše uvedených vlastností je zřejmé, že protokol TCP budou využívat například
aplikace FTP, TELNET, které potřebují úspěšné doručení dat bez zvláštních po-
žadavků na přenosovou rychlost, zpoždění přenášených datových jednotek nebo ko-
lísání zpoždění během přenosu. Další nevýhodu pro přenos multimediálních síťových
služeb je potvrzování přijatých paketů a také opětovný přenos chybných nebo nedo-
ručených paketů.
Naopak protokol UDP je díky svým vlastnostem vhodný pro přenos multi-
mediálních síťových služeb v reálném čase, jako jsou například telefonování po
internetu (VoIP) nebo internetová televize (IPTV).
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3 PROTOKOLY PRO PŘENOS MULTIMEDI-
ÁLNÍCH DAT
3.1 Seznam protokolů
IPv4, IPv6
TCP UDP
RTPRTCPRSVPRTSPSIPH.323
SIGNALIZACE KVALITA SLUŽEB
PŘENOS 
MÉDIÍ
APLIKAČNÍ 
VRSTVA
TRANSPORTNÍ 
VRSTVA
SÍŤOVÁ 
VRSTVA
Obr. 3.1: Protokoly pro přenos multimediálních dat
V této práci budou rozebrány protokoly RTP, RTCP, RTSP, SDP, SAP.
3.2 Real-time Transport Protocol (RTP)
Protokol RTP (Real-time Transport Protocol) obsahuje mechanizmy pro multimedi-
ální přenosy v reálném čase. Pro přenos používá protokol UDP na transportní vrstvě.
Jeho první verze byla definována v roce 1996 jako standard RFC 1889. V roce 2003
byla vydána zatím poslední verze RTP 2.0, která je definovaná v dokumentu RFC
3550. RTP protokol zajišťuje přenos multimediálních dat na aplikační vrstvě bez
podpory kvality služeb. Proto se používá společně s protokolem RTCP (Real-time
Transport Control Protocol), který přenáší informace o kvalitě služby [6].
Přenos dat mezi dvěma (a více) účastníky začíná sestavením relace, která
obsahuje
• číslo portu RTP,
• číslo portu RTCP,
• IP adresy obou účastníků (vysílače a přijímače).
U RTP jsou definovány dva druhy vysílačů: translátory a mixery. Mixer je vysí-
lač, který umožňuje přijímat více stream RTP paketů SSRC (Synchronization Source
Identifier) a ty pak kombinuje a posílá k danému cíli. Při příjmu RTP paketů je
možné měnit formát dat, která budou odeslána. Tato vlastnost se používá napří-
klad pro upravení výsledné přenosové rychlosti tak, aby vyhovovala nejpomalejšímu
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zařízení, které se účastní relace. Aby bylo možné i po mixování zjistit konkrétního
přispěvatele, je každý uživatel určen svým identifikačním číslem CSRC (Contribu-
ting Source Identifier).
Translátor přijímá data od mixeru, ze kterých vytvoří (komprimuje) výsledný
stream. Často se také používá k doručení dat přes firewall. K překlenutí firewallu je
nutné použít dva translátory – první translátor tuneluje data od zdroje přes firewall
k druhému translátoru, který data rozešle k cílové stanici (nebo do multicastové
skupiny) uvnitř sítě [6].
SSRC 1
SSRC 2
SSRC 3
SSRC 4
Mixer 
(SSRC 5)
Translátor
SSRC 5
CSRC 1
CSRC 2
CSRC 3
CSRC 4
Komprimovaný 
bitový tok
Obr. 3.2: Příklad použití Mixeru a Translátoru
Protokol RTP pro přenos dat nepotřebuje protokoly na nižších vrstvách, ale ve
většině případů spolupracuje s protokolem UDP, který je na transportní vrstvě.
3.2.1 Hlavička RTP paketu
Každý RTP paket obsahuje záhlaví (12 bajtů) a přenášená data (užitečná informace)
o velikosti 20 až 160 bajtů. V případě, že je přenášen hlas, se velikost záhlaví zvětší
o UDP s délkou 8 bajtů a záhlavím IPv4 o velikosti 20 bajtů na konečnou velikost
40 bajtů. V této kapitole bude stručně popsán význam jednotlivých polí. Kompletní
popis je uveden v dokumentu RFC 3550 [6].
• Version (2 bity): RFC 3550 definuje druhou verzi protokolu, která je uvedena
v poli Version.
• Padding (1 bit): Slouží k přidání doplňkových oktetů. Tyto oktety nejsou
součástí přenášených informací a slouží jako informace pro přijímač, který
podle toho zjistí, kolik paketů má při dekódování ignorovat.
• Extension (1 bit): Pole Extension určuje, zda je potřeba rozšířit hlavičku
RTP paketu.
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• Marker (1 bit): Používá se například k označení posledního paketu, který
umožňuje sestavení snímku.
• CSRC count (4 bity): Určuje počet zařízení (zdrojů), jejichž data jsou
v rámci paketu přenášena.
• Payload type (7 bitů): K určení typu přenášených dat slouží pole Payload
type, kde se definuje jaký kodek je použit, jaká je vzorkovací frekvence atd.
Podle zvolené zátěže, která může být buď definovaná standardem, daná vzor-
kovacím kmitočtem nebo dynamická (z rozsahu 96–127), se nastaví celý profil
RTP (určení audio/video kodeku). U zátěže definované standardem je podle
čísla zřejmé, jaký kodek bude použit. U dynamické definice se před samotným
přenosem musí dohodnout kódování použité pro přenos. K tomu se využívá
protokol SDP (Session Description Protocol).
• Sequence number (16 bitů): Slouží k identifikaci paketů a jeho hodnota se
zvyšuje o 1 s každým dalším paketem. Počáteční hodnotu sekvenčního čísla
nastavuje náhodně vysílač a pro zvýšení bezpečnosti by neměla začínat nulou.
• Timestamp (32 bitů): Určuje první oktet dat v paketu. To se používá pro
určení začátku přehrávání multimediálních dat. Hodnota časového razítka se
po dosažení maxima opět nuluje, ale rychlost inkrementace závisí na použitém
kodeku (na jeho frekvenci). Počáteční hodnota se kvůli větší bezpečnosti určí
opět náhodně.
• Synchronization Source (SSRC) Identifier (32 bitů): Umožňuje identifi-
kovat účastníky RTP spojení, kdy je každému účastníkovi přiřazeno jedinečné
SSRC. Toto číslo pak účastník používá v každém paketu, který odešle. Pro
zajištění jedinečného SSRC pro každého účastníka se používá detekce kolize.
V případě dvou shodných SSRC se použije zpráva RTCP BYE, kde účastník
pošle svoje současné SSRC a následně si vybere jiné. Běžně nastává situace,
kdy jeden účastník vysílá více streamů současně a každému streamu je pak
přiřazeno vlastní SSRC.
• Contributing Source (CSRC) Identifier (32 bitů): Používá se v případě,
že je použit mixer, který sloučí data od více zdrojů do jednoho RTP paketu.
Aby bylo možné jednotlivé přispěvatele identifikovat i po sloučení dat, přiřadí
se každému účastníkovi CSRC. Mixer tedy odesílá data, která obsahují CSRC
identifikátor jednotlivých přispěvatelů a sám je uveden jako SSRC.
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CSRC 
count
M Payload type Sequence Number
Timestamp
Synchronization source (SSRC) Identifier
Constributing source (CSRC) Identifier
…..
Header Extension (optional)
Payload header
Payload data
Padding
0 16 318 24
Obr. 3.3: Hlavička RTP paketu [6]
3.3 RTP Control Protocol (RTCP)
Protokol RTCP (RTP Control Protocol) je ve své nejnovější verzi 2.0 stejně jako
protokol RTP definován v dokumentu RFC 3550 z roku 2003. Jeho hlavní použití je
pro přenos uživatelských dat, řízení a kontrolu spojení RTP. Pro svůj přenos využívá
protokol UDP. RTCP se vysílá mezi účastníky komunikace periodicky. Je definováno,
že z celkové šířky pásma RTP spojení, může RTCP využívat maximálně 5 % (pro
pakety RR je určeno 3, 75 % a pro pakety SR 1, 25 %). Je důležité si uvědomit, že
protokol RTP přenáší informace v reálném čase, ale protokol RTCP poskytuje až
zpětnou vazbu ohledně kvality přenosu [6].
PC1 PC2
RTP Media
RTP Media
RTCP
RTCP
Obr. 3.4: Příklad přenosu multimediálních toků pomocí protokolu RTP/RTCP
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3.3.1 Formát paketů RTCP
Podle dokumentu RFC 3550 jsou pro RTCP definovány následující typy paketů [6]:
• Sender Report (SR): Zprávy SR posílají aktivní účastníci (vysílače), které
tak umožňují přijímači získat informace o přenosu jako je např. přenosová
rychlost nebo kvalita přenosu.
• Receiver Report (RR): Zprávy RR vytváří pasivní účastníci (přijímače) a
lze pomocí nich určit statistiky RTP přenosu, což jsou čísla ztracených paketů
a informace o změně zpoždění (jitter). Díky těmto souhrnným informacím
o přenosu může pak vysílací strana zvýšit nebo snížit kvalitu přenášeného
obsahu.
• Source Description (SDES): SDES se používá pro určení informací o uživa-
teli. Nejdůležitější pole je CNAME, které má hodnotu 1 a jednoznačně určuje
jméno uživatele v rámci relace. Všechny pole podle doporučení RFC 3550 jsou
uvedeny v tabulce 3.1.
Hodnota Jméno Popis funkce
0 END Konec seznamu SDES
1 CNAME Uživatelské a doménové jméno
2 NAME Skutečné uživatelské jméno
3 EMAIL Emailová adresa
4 PHONE Telefonní číslo (v mezinárodním tvaru)
5 LOC Geografická poloha uživatele
6 TOOL Jméno a verze aplikace, která generuje RTP stream
7 NOTE Aktuální stav zdroje
Tab. 3.1: Tabulka SDES zpráv [6]
• Goodbye (BYE): Účastník použije zprávu BYE v případě, když opouští
aktuální relaci nebo když musí změnit svoje SSRC.
• Aplication specific (APP): Zpráva APP se používá pro testovací účely a
v tomto textu nebude dále rozebrána.
Parametr kolísání zpoždění (jitter), který byl uveden u paketu SR, je velmi dů-
ležitý, a proto zde bude uveden příklad výpočtu. Abychom mohli spočítat průměrné
zpoždění v přijímačích RTP streamu, potřebujeme znát [6]
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• S(P) – časové razítko RTP paketu P,
• R(P) – čas, kdy přijde RTP paket P,
• D(P) – rozdíl časů dvou po sobě jdoucích RTP paketů, které odešle vysílač a
přijme přijímač,
• J(P) – průměrná hodnota změny zpoždění u příchozích RTP paketů.
Pokud známe výše uvedené hodnoty, můžeme provést výpočty:
• Zpoždění: D(P ) = (R(P )−R(P − 1))− (S(P )− S(P − 1)).
• Časová změna zpoždění: J(P ) = 1516J(P − 1) + 116 |D(I)|.
3.3.2 Hlavička paketu RTCP
Hlavička RTCP paketu v základním tvaru je zobrazena na obrázku 3.5 a obsahuje
tato pole
• (V) – Version (2 bity),
• (P) – Padding (1 bit),
• (IC) – Item count (5 bitů),
• (PT) – Packet Type (8 bitů),
• (Length) – Length (16 bitů).
V P IC P Length
0 16 31
Obr. 3.5: Hlavička protokolu RTCP [6]
3.4 Session Description Protocol (SDP)
Protokol SDP je ve své nejnovější verzi popsán v dokumentu RFC 4566 z roku 2006.
Jedná se o textově orientovaný protokol, který využívá znakovou sadu UTF-8. Jeho
hlavní úkol je přenos informací o přenášených datech (popis relací). Většinou se vy-
skytuje ještě před vytvořením relace. Vysílač, který nabízí data, pošle SDP zprávu
s informacemi o přenosu. Tyto informace se pak používají například pro navazování
spojení u multimediálních konferencí, uskutečnění telefonního hovoru VoIP nebo
třeba pro příjem internetového vysílání (televize, rádia). Protokol SDP není proto-
kol na transportní vrstvě a k jeho přenosu se používají protokoly aplikační vrstvy.
Konkrétně jsou to SIP (Session Initiation Protocol), SAP (Session Announcement
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Protocol), RTSP (Real Time Streamin Protocol), HTTP (Hypertext Transport Pro-
tocol) nebo také email používající rozšíření MIME [7].
3.4.1 Popis relace protokolem SDP
V protokolu SDP jsou obsaženy následující položky:
• název relace,
• doba, po kterou bude relace aktivní,
• média obsažené v relaci (audio, video, atd.),
• informace pro příjem (IP adresy, porty, kodeky pro dekódování streamu, atd.),
• informace o šířce pásma,
• informace o osobě, která je zodpovědná za relaci.
U protokolu SDP je nutné dodržet pořadí, ve kterém je sestavena zpráva SDP.
Formát protokolu SPD je složen z několika řádků ve formátu typ = hodnota. Každý
řádek obsahuje typ (psaný malým písmenem) a hodnotu (v případě použití více slov
se odděluje mezerou). Typy zpráv mohou být povinné a nepovinné. Nepovinné typy
jsou pak označeny „*ÿ [7].
Příklad SDP zprávy:
Popis relace
• v = protocol version (verze protokolu),
• o = originator and session identifier (zdroj a identifikátor relace),
• s = session name (název relace),
• i = * session information (informace o relaci),
• u = * URI of description (adresa, na které je možno získat podrobný popis
relace),
• e = * email address (e-mailová adresa zdroje),
• p = * phone number (telefonní číslo zdroje),
• c = * connection information (informace o adrese, na které je dostupné
vysílání),
• b = * bandwidth (potřebná šířka pásma pro vytvoření relace),
• z = * time zone adjustments (informace o časové zóně, ve které se nachází
zdroj),
• k = * encryption key (šifrovací klíč),
• a = * attribute (popis média).
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Časový popis
• t = time the session is active (délka trvání relace),
• r = * repeat (počet opakování relace).
Popis médií
• m = media name and transport address (typ média a transportní adresa),
• i = * media title (titulek),
• c = * connection information (informace o adrese média, volitelně – v případě,
že je uvedeno v popisu relace),
• b = * bandwidth (šířka pásma),
• k = * encryption key (šifrovací klíč),
• a = * attribute (popis média).
Podrobný popis jednotlivých řádků SDP zprávy je uveden v dokumentu RFC
4566 a v této práci nebude dále rozebírán.
3.5 Real Time Streaming Protocol (RTSP)
Protokol RTSP je popsán v dokumentu RFC 2326 z roku 1998. Jedná se o signali-
zační protokol, který slouží k sestavení a řízení (vysílání/příjem) více audio/video
streamů. Často se označuje jako síťový dálkový ovladač. Komunikace probíhá na
bázi klient-server a je podporováno multicastové i unicastové vysílání. Pro pře-
nos streamů využívá většinou RTP protokol na portu 554 se zápisem ve tvaru
rtsp://host[„:ÿport][absolutní cesta] [8].
3.5.1 Hlavní funkce RTSP protokolu
Načítání multimediálních dat z multimediálního serveru: Klient může v pří-
padě zájmu požádat o popis vysílání přes http nebo jiným způsobem. V případě
multicastového vysílání obsahuje popis multicastovou adresu a porty multimedi-
álních dat. Když je vysílání unicastové, tak klient poskytne pro větší bezpečnost
adresu cíle.
Pozvání multimediálního serveru do konference: Multimediální server může
být vyzván k připojení do již existující konference za účelem přehrávání multimedi-
álních dat do prezentace nebo zaznamenání všech účastníků prezentace. Tento mód
se často používá především pro poskytování dat při vzdálené výuce.
Přidání existujících dat do konference: Používá se při živém vysílání, aby se
mohl server dotázat klientů, jestli mají zájem o příjem dodatečného obsahu.
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3.5.2 RTSP metody
U protokolu RTSP jsou definovány metody, podle kterých informuje klient server a
server může na tuto informaci odpovědět. Každá zpráva se musí potvrzovat, jinak
je považovaná za neplatnou [8].
Metoda Směr Objekt Důležitost
DESCRIBE C → S, C → S P,S DOPORUČENÝ
ANNOUNCE C → S, S → C P,S VOLITELNÝ
GET PARAMETER C → S, S → C P,S VOLITELNÝ
OPTIONS C → S P,S POVINNÝ
OPTIONS S → C P,S VOLITELNÝ
PAUSE C → S P,S DOPORUČENÝ
PLAY C → S P,S POVINNÝ
RECORD C→ S P,S VOLITELNÝ
REDIRECT S → C P,S VOLITELNÝ
SETUP C → S S POVINNÝ
SET PARAMETER C → S, S→ C P,S VOLITELNÝ
TEARDOWN C → S P,S POVINNÝ
Tab. 3.2: RTSP metody [8]
Popis jednotlivých metod:
• DESCRIBE – umožňuje získat popis prezentace nebo multimediálních dat,
která jsou určena požadovanou URL adresou.
• ANNOUNCE – ve směru C→ S posílá popis prezentace nebo multimediálních
dat určených konkrétní adresou URL. Ve směru S→ C aktualizuje popis relace.
• GET PARAMETER – slouží k získání určitého parametru. V případě, že je
metoda prázdná, tak testuje, jestli je opačná strana k dispozici.
• OPTIONS – zjišťuje metody konkrétního zařízení.
• PAUSE – oznamuje serveru, aby přerušil vysílání.
• PLAY – server dostane informaci, aby začal přehrávat multimediální tok.
• RECORD – spouští nahrávání multimediálního vysílání.
• REDIRECT – server oznamuje klientovi, že se musí přesměrovat na jiný server.
• SETUP – určuje, jakým způsobem budou multimediální data přenášena.
• SET PARAMETER – slouží k nastavení určitých parametrů prezentace, které
jsou určeny pomocí adresy URL.
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• TEARDOWN – oznamuje serveru, aby ukončil vysílání multimediálních dat a
ukončil spojení s klientem.
Příklad komunikace RTSP:
Klient
Web server
Streaming server
DESCRIBE
Popis relace
SETUP
PLAY
RTP Audio
RTP Video
PAUSE
RTCP
TEARDOWN
200 OK
200 OK
200 OK
200 OK
Obr. 3.6: Příklad RTSP komunikace
3.6 Session Announcement Protocol (SAP)
Protokol SAP je definován v dokumentu RFC 2974 z roku 2000. Využívá se pro peri-
odické oznamování relací, které probíhají na multicastových adresách. SAP zpráva,
kterou posílá server na multicastovou adresu a port, slouží jako informace o tom, že
je poskytována relace. Je jenom na uživatelích, kteří jsou připojeni k multicastové
skupině, jestli na zprávu zareagují. SAP zpráva je vždy posílána na port 9875 s do-
bou života (TTL) 255, standardní rychlost je nastavena na 4000 bit/s. Základní limit
pro SAP zprávu se určuje podle počtu účastníků v multicastové skupině, velikosti
oznámení a nastavené hodnoty šířky pásma [9].
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3.6.1 Hlavička SAP zprávy
Hlavička SAP zprávy je zobrazena na obrázku 3.7 a obsahuje povinná pole
• (V) Version (3 bity),
• (A) Address type (1 bit),
• (R) Reserved (1 bit),
• (T) Message type (1 bit),
• (E) Encryption bit (1 bit),
• (C) Compressed bit (1 bit),
• (Aut. lenght) Authentication lenght (8 bitů),
• (Msg ID hash) Message identifier hash (16 bitů),
• (Originating source) Originating source (32 bitů).
V A R T E C
Aut. 
Length
Msg ID hash
Originating source (32 nebo 128 bitů)
Optional Authentication Data
Optional timeout
Optional payload type
Payload
0
0 16 31
Obr. 3.7: Hlavička SAP protokolu [9]
Příklad zasílání SAP zpráv do multicastové skupiny:
SERVER 1
(Video 1)
SERVER 2
(Video 2)
SERVER 3
(Video 3)
SERVER 4
(Video 4)
PC / SET-TOP 
BOX
MULTICASTOVÁ SKUPINA
S
A
P
1 (S
D
P
)
SAP2 (SDP)
SAP3 (SDP)
SA
P4
 (S
DP
)
Obr. 3.8: Příklad zasílání SAP zpráv na multicastovou adresu
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4 STREAMOVACÍ SERVERY
Streamovací servery slouží jako zdroje multimediálních dat. V prvním návrhu této
práce bylo plánováno využití školního serveru, na kterém by byl vytvořen stream
multimediálních dat. Z důvodu nefunkčnosti tohoto serveru bylo nutné zvolit volně
dostupné aplikace, které umožňují streamování dat. Pro stream dat RTSP protoko-
lem bude použit Darwin Streaming Server nebo Helix Server. Stream dat protokolem
RTP/RTCP bude proveden programem VLC media player.
4.1 VLC media player (VLC)
Jeden z nejznámějších programů pro práci s multimediálními daty, který je šířen
jako freeware a umožňuje streamování, je VLC media player. První verze programu
byla vytvořena v roce 1996 jako studentský projekt a v roce 2001 uvolněna pod
open source licencí pro operační systémy Windows, MAC OS X, Linux atd. VLC
podporuje streamování dat protokoly HTTP, MMSH, RTSP, RTP/MPEG Trans-
port Stream, RTP Audio/Video, UDP a IceCast [11]. Jeho výhodou je schopnost
unicastového i multicastového vysílání a také podpora VoD přes webové rozhraní.
Jelikož jsou pro streamování dat protokolem RTSP specializovanější programy, tak
pro tento protokol program VLC využitý nebude [12].
4.2 Helix Server (HS)
Dalším programem, který umožňuje stream multimediálních dat je Helix Server.
Vyskytuje se ve dvou verzích. První verze, která je k dispozici zdarma, se nazývá
Helix Server Basic. V této verzi je možné pracovat pouze s formáty RealAudio
(*.rm, *.ra) a RealVideo (*.rm, *.rmvb). Počet účastníků připojených k serveru je
v této verzi omezen na 5. Druhá nabízená verze se jmenuje Helix Server Unlimited
a neobsahuje žádná omezení. Není však poskytována jako freeware a bez registrace
funguje s podporou všech funkcí po dobu 30 dní. Verze Ulimited podporuje protokoly
RTSP, MMS (Microsoft Media Services) a HTTP [13].
Podpora formátů je proti verzi Basic rozšířena o
• RealPix (*.rp), RealText (*.rt),
• Windows Media (*.asf, *.wma, *.wmv),
• Flash (*.swf),
• QuickTime (*.mov),
• MP3, MPEG-4,
• PNG (*.png), GIF (*.gif), JPG (*.jpg, *.jpeg).
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Helix Server umožňuje nejen stream multimediálního obsahu, ale má také funkce
pro sledování síťového provozu. Mezi ně patří zejména možnost kontroly šířky pásma,
které je vyhrazeno pro konkrétní přenos dat. Dále několik způsobů autorizace účast-
níků, kteří žádají od serveru poskytnutí dat – autorizace pomocí IP adresy, uživa-
telské jména a hesla. Existuje také možnost monitorovat připojené uživatele [14].
Na obrázku 4.1 je zobrazeno spouštění Helix Server Ultimate. Obrázek 4.2
zachycuje načítání knihoven, které zajišťují funkčnost programu (knihovny potřebné
pro streamování dat). Program nemá vlastní grafické rozhraní a všechny příkazy se
zadávají do příkazové řádky. Díky tomu je práce s programem poměrně složitá a
nastavování parametrů časově náročné. Z těchto důvodů nebyl Helix Server v této
práci pro stream protokolem RTSP použit [14].
Obr. 4.1: Helix Server – spuštění programu
Obr. 4.2: Helix Server – načtení modulů
27
4.3 Darwin Streaming Server (DSS)
4.3.1 Úvod
Mezi programy, které jsou nabízeny jako open source patří také Darwin Streaming
Server. Byl vytvořen v roce 1999 společností Apple jako alternativa ke komerční verzi
QuickTime Streaming Server, která je zahrnuta v operačním systému MAC OS X
Server. První verze byla dostupná pouze pro operační systém MAC OS, ale postupem
času byly vytvořeny verze pro Windows i Linux. Aktuální verze pro operační systém
MAC OS X je 6.0.3 a 5.5.5 pro OS Windows. DSS používá pro streamování mul-
timediálních dat protokoly RTP, RTSP a umožňuje vytvořit stream z QuickTime
nebo MPEG-4 médií. Jelikož neexistuje ucelený popis instalace a nastavení DSS,
bude zde uveden [10].
4.3.2 Instalace
Darwin Streaming Server je k dispozici ve své poslední verzi 5.5.5 pro OS Windows
zde. Na konci instalace je nutné zadat přihlašovací údaje, se kterými se budeme při-
hlašovat přes webové rozhraní. Před instalací DSS je nutné nainstalovat ActivePerl,
protože DSS používá funkce z UNIXových systémů, tak je před jeho každým spuš-
těním nutné spouštět i ActivePerl. Program ve verzi 5.12.2.1202 je k dispozici zde.
Po instalaci ActivePerl a DSS je nutná registrace účtu Apple ID, která je potřebná
pro první přihlášení k DSS.
Instalace DSS se spouští pomocí souboru install.bat, který standardně nakopíruje
potřebné soubory do složky C:\Program Files\Darwin Streaming Server.
4.3.3 Spuštění
V adresáři C:\Program Files\Darwin Streaming Server je nutné spustit soubor
streamingadminserver.pl, který zajistí běh ActivePerl. Následně spustíme DSS
s parametrem DarwinStreamingServer.exe -d a počkáme na zobrazení výpisu,
který obsahuje názvy nahraných modulů. V případě, že byly všechny moduly na-
hrány správně, bude výpis zakončen řádkem „Streaming Server done starting upÿ.
4.3.4 Přihlášení
Darwin Streaming Server běží na adrese http://localhost:1220. Po zadání této
adresy do webového prohlížeče budete vyzváni k zadání Apple ID a následně jména
a hesla, které byly vytvořeny při instalaci DSS. Další krok je výběr složky, která
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bude obsahovat soubory určené pro streaming. Standardně jsou připraveny ukázkové
soubory ve složce: C:\Program Files\Darwin Streaming Server\Movies.
4.3.5 Konfigurace
Hlavní konfigurační okno programu Darwin Streaming Server je zobrazeno na ob-
rázku 4.3 a obsahuje:
• Connected Users – informace o připojených uživatelých (IP adresa, přenosová
rychlost, počet přenesených/ztracených paketů, délka spojení).
• Relay Status – umožňuje přijímat stream od jiného zdroje a distribuovat ho
dále.
• General Settings – hlavní nastavení DDS (změna adresáře pro stream, nasta-
vení maximálního počtu uživatelů a propustnosti, změnu administrátorského
jména/hesla).
• Port Settings – nastavení portu, na kterém bude DSS vysílat. V případě, že
na stanici neběží služba (Appache, Webový server, atd.), která by využívala
port 80, tak je možné tento port zvolit.
• Relay Settings – umožňuje nastavit informace o zdroji (IP adresa, uživatelské
jméno/heslo), který poskytuje stream a o cílové skupině, pro kterou bude tento
stream určen.
• Log Settings – nastavení chybových zpráv a zpráv o přístupu.
• Playlist – vytvoření MP3 nebo Media playlistu.
• Error Log – výpis chybových zpráv.
• Access History – výpis zpráv obsahujících informace o přístupu k DSS.
• Log Out – odhlášení.
4.3.6 Ověření funkčnosti
Pro ověření, že Darwin Streaming Server opravdu poskytuje streamované vysílání, je
možné zadat v programu VLC odkaz rtsp://localhost:554/sample 300kbit.mp4.
Výsledkem je spuštění přehrávání vybraného souboru na zvolené IP adrese a portu
554. Úspěšné připojení je možné ověřit v záložce Connected Users webového rozhraní
DSS.
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Obr. 4.3: Hlavní okno DSS
Výpis síťové komunikace z programu Wireshark ukazuje proces navázání spojení
(obrázek 4.4) i jeho ukončení (obrázek 4.5). Multimediální tok dat byl přijímán
programem VLC, který byl spuštěn na virtuálním PC (IP adresa 192. 168. 52. 172).
Darwin Streaming Server byl spuštěn na fyzickém PC s IP adresou 192. 168. 52. 1.
Obr. 4.4: Navázání komunikace mezi serverem a klientem pomocí protokolu RTSP
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Obr. 4.5: Ukončení komunikace mezi serverem a klientem pomocí protokolu RTSP
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5 PLATFORMA .NET
Platforma .NET (dot Net) byla vyvinuta firmou Microsoft za účelem zjednodu-
šení tvorby programových aplikací a zpřehlednění jejich zdrojových kódů. Základní
myšlenkou .NET je vytvořit prostředí obsahující knihovny, podporu bezpečnosti a
komunikací, společné datové typy a konektivitu s databázemi. Další vlastností .NET
je nezávislost na operačním systému. Společně s novým prostředím .NET byl uveden
i nový programovací jazyk C#.
V prostředí .NET se používá jazyk CL, do kterého jsou kompilovány zdrojové
kódy jednotlivých programů. Nepředpokládá se, že by se pro psaní zdrojového kódu
používal jazyk CL. Ten je určen pro vykonávání všech akcí, které může běžná apli-
kace potřebovat.
Pro spuštění aplikací v prostředí .NET slouží komponenta .NET Framework,
která umožňuje běh vytvořených aplikací a dále nabízí dostupné knihovny. S každou
novou verzí .NET Framework vydává Microsoft i vývojové prostředí Visual Studio.
V současné době je nejnovější verze .NET Framework 4.0 a Visual Studio 2010.
Důležitou částí .NET Framework jsou typy podporovaných jazyků. Platforma .NET
Framework je nezávislá a je možné použít jakýkoliv běžně používaný jazyk, jako je
například C, Visual Basic .NET, C++, J#, Delphi [15].
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6 NÁVRH APLIKACE PRO PŘÍJEM MULTI-
MEDIÁLNÍCH TOKŮ
Při tvorbě aplikace pro příjem multimediálních toků pro operační systém Windows
bylo nutné rozhodnout, jaký programovací jazyk použít. Výběr probíhal mezi pro-
gramovacím jazykem C++ a C#.
Jazyk C++ má výhodu ve velkém počtu volně dostupných knihoven, jazyk C#
má zase podporu přímo od Microsoftu. Jelikož je aplikace tvořena pro operační sys-
tém Windows, bylo nakonec rozhodnuto o použití programovacího jazyka C#. Jedná
se o jazyk vytvořený firmou Microsoft pro vývojové prostředí .NET. Díky podpoře
ze strany Microsoftu od uvedení tohoto jazyka se počet dostupných knihoven neu-
stále zvyšuje. Pro vývoj aplikace bylo zvoleno vývojové prostředí Visual Studio 2010
a komponenta .NET Framework 3.5.
Na internetu je možné najít několik ukázek řešení příjmu multimediálních dat.
Žádná z nich ale nefunguje jako celek a nemá ani přiloženou dokumentaci o použitých
knihovnách. Kvůli tomu je obtížné tyto části kódu podrobně pochopit a následně
použít do vytvářené aplikace.
Vzhledem k tomu, že asi neexistuje vypracované řešení aplikace pro příjem mul-
timediálních dat využívajících protokoly RTP/RTCP, RTSP, SAP a SDP, bylo nej-
rozumnější vytvoření zcela nového programu. Program bude v první fázi využívat
pro přenos dat RTP knihovnu a pro řízení a kontrolu přenosu knihovnu RTCP.
6.1 Použité knihovny
Při výběru programovacího jazyka použitého v aplikaci pro příjem multimediálního
toku byl jeden z nejdůležitějších kroků výběr použitých knihoven. První možností
bylo použití vlastní knihovny. Tato volba by ovšem vyžadovala podrobné nastudo-
vání RFC dokumentů pro jednotlivé protokoly a její vytvoření, i když by přineslo
lepší pochopení problematiky, by bylo časově náročné. Možnost vytvoření vlastní
knihovny byla tedy zavržena a výběr knihoven probíhal z dostupných knihoven pro
jazyk C++ a C#, které jsou k dispozici na Internetu. Jak již bylo řečeno, pro jazyk
C++ existuje díky jeho velkému rozšíření a oblibě velké množství volně dostupných
knihoven. Pro jazyk C++ jsou k dispozici většinou knihovny podporující proto-
kol RTCP/RTP a RTSP. Protokoly SAP a SDP nepodporovaly žádné uvažované
knihovny pro jazyk C++. Knihovny pro programovací jazyky C# jsou pro pou-
žité protokoly v této práci lépe vybaveny a existují druhy, které podporují všechny
uvažované protokoly. Tento fakt ovlivnil i rozhodnutí použít jako programovací jazyk
jazyk C#.
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6.1.1 JRTPLIB
Jedná se o objektově orientovanou RTP knihovnu (stack) určenou pro programo-
vací jazyk C++. Ve své nejnovější verzi 3.8.1 podporuje v celém rozsahu RFC 3550.
Knihovna obsahuje mnoho užitečných komponent pro tvorbu různých aplikací využí-
vajících protokol RTP. Podporovány jsou protokoly RTP/RTCP. Výhodou knihovny
je podpora platforem GNU/Linux, MS-Windows (Win32 i WinCE), Solaris a také
možnost stažení zcela zdarma. Kvůli nevhodnému programovacímu jazyku nebude
tato knihovna použita [16].
6.1.2 LIVE555 Streaming Media
Knihovna je určena pro přehrávání médií pomocí protokolů RTP/RTCP, RTSP a
SIP. Podporované jsou kodeky MPEG, H.263+, DV nebo JPEG video. Zdrojové
kódy v jazyce C++ jsou k dispozici zdarma a lze je použít pro platformy Unix
(Linux), Mac OS X, Windows a QNX [17]. Spolu s knihovnou jsou k dispozici také
ukázkové kódy pro tvorbu RTSP nebo SIP klient/server aplikací [18].
6.1.3 OPAL library
Knihovnu vyvinula společnost RSDevs pro svůj projekt H.323 and SIP Videoconfe-
rence Server. Disponuje rozsáhlou podporou SIP, RTP a podporou kodeků G.711,
H.261 a Speex. Distribuce je prováděna pod MPL licencí pro operační systémy MS-
Windows (Win32 i WinCE) [19].
6.1.4 LIVE.COM Streaming Media
LIVE.COM Streaming Media je knihovna šířená jako open-source (s licencí LGPL)
pro UNIX a Windows. Je psaná v jazyce C++ a podporuje protokoly RTP/RTCP.
Ke knihovně existuje mnoho ukázkových příkladů pro vysílání a příjem multimedi-
álních dat [20].
6.1.5 FFmpeg
FFMpeg je komplexní řešení pro nahrávání, převod, dekódování a další operace
související s audio/video streamem. Obsahuje knihovny pro práci s dnes běžně
používanými multimediálním formáty. Tento projekt je šířen pod licencí LGPL nebo
GPL, podle způsobu jeho využití. Jednotlivé knihovny jsou psané v programovacím
jazyku C++, což není pro účely této práce vhodné. Existuje ovšem možnost pou-
žití konvertoru (wrapper), který umožní využití těchto knihoven i v programovacím
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jazyku C#. Kvůli primárnímu určení knihovny pro jazyk C++ a možným kompli-
kacím při převodu pro použití s jazykem C# nebyla nakonec tato knihovna vybrána
[21].
6.1.6 MediaSuite.NET 1.6
Jedná se o Framework pro platformu Microsoft.NET od společnosti Streamcoders.
Výhodou této knihovny je použitý jazyk C#. Zahrnuje podporu protokolů RTSP
(knihovna RTSP.NET), SDP (SDP.NET) a RTP/RTCP (RTP.NET), což plně do-
stačuje požadavkům této práce. Dále nabízí širokou podporu audio a video kodeků,
podporu zařízení pro záznam obrazu/zvuku. K dispozici je kompletní dokumentace
ke všem výše uvedeným knihovnám. Knihovna RTP.NET je poskytována zdarma.
Celý balíček MediaSuite, který zahrnuje všechny knihovny je placený. Pro testovací
účely je ale možné použít trial verzi. Jelikož je tato knihovna ze všech uvažova-
ných nejvhodnější, hlavně díky použitému jazyku C# (odpadá zde řešení možných
problémů při použitím C++ knihoven v prostředí C#), byla vybrána pro realizaci
aplikace pro příjem multimediálního toku [22].
V průběhu práce s touto knihovnou společnost Streamcoders změnila licenční
podmínky pro poskytování balíku knihoven MediaSuite.NET. Knihovny SDP.NET,
RTSP.NET a hlavně H263Decoder.NET i H264Decoder.NET byly vyjmuty z režimu
trial verze a byly poskytovány pouze v placené verzi bez možnosti použití omezenou
dobu. Musela být tedy řešena otázka, jakým způsobem provést dekódování přícho-
zích dat. Jako nejpravděpodobnější řešení se nabízelo využití knihoven z FFmpeg.
Následovalo tedy hledání vhodného konvertoru pro použití v jazyce C# a pokusy
o implementaci do vývojového prostředí Visual Studio [23]. Souběžně byl zaslán
e-mail na zákaznickou podporu firmy Streamcoders s žádostí o poskytnutí studentské
licence po dobu tvorby bakalářské práce. Ke konci měsíce dubna přišla odpověď na
dotaz ohledně studentské licence. Po doložení všech potřebných dokumentů, které si
společnost Streamcoders vyžádala byla poskytnuta licence pro používání plné verze
řešení MediaSuite.NET. Knihovny z balíku FFmpeg tedy nakonec použity nebyly.
Toto časové zdržení značně ovlivnilo vývoj aplikace.
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6.2 Návrh řešení aplikace
Pro návrh aplikace byl vytvořen jednoduchý vývojový diagram, který je zobrazen na
obrázku 6.1 a 6.2. Podle tohoto vývojového diagramu by měla navrhovaná aplikace
pracovat.
Spuštění aplikace
Kontrola vyplněných 
informací
Opětovné zadání 
informací
Vyplnění všech 
informací
Kontaktování 
serveru
Načtení uložených 
informací (IP adresa, 
port)
AnoNe
AnoNe
Obr. 6.1: Vývojový diagram startu aplikace
Tento vývojový diagram popisuje situaci po startu programu. Po spuštění jsou
načteny informace (IP adresa a port), které určují, ke kterému stream serveru se
program připojí. V diagramu je naznačena možnost zadání požadovaných informací
ručně nebo pevné zadefinování těchto informací v programu. Při testování aplikace
byly pro snadnější práci s programem informace uloženy v programu. V konečné
verzi bude zvoleno ruční zadávání. Když jsou požadované informace zadané správně,
dojde k přesunu na blok kontaktování serveru (obrázek 6.2).
V případě, že server odpoví kladně na žádost o příjem dat (při použití protokolu
RTSP) nebo bude server na zadané IP adrese a portu nalezen (použití protokolu
RTP), začne s vysíláním multimediálního obsahu konkrétnímu klientovi. Během vy-
sílání dat může nastat požadavek na zastavení vysílání. V takovém případě server
ukončí spojení a pro pokračování v příjmu dat je nutné vyplnit IP adresu a port,
na kterém se server nachází. V případě, že dále nechceme přijímat data od serveru,
tak se aplikace ukončí.
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Obr. 6.2: Vývojový diagram příjmu dat
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6.3 Struktura aplikace
Výsledná podoba realizovaného programu je dána možnostmi rozhraní GDI+ vý-
vojového prostředí Visual Studio 2010. Návrh je dále založen na balíku MediaSu-
ite.NET s implementovanými knihovnami RTP, RTSP a knihovnami H263Decoder,
H264Decoder pro zpracování obrazového přenosu dat. Pro zpracování zvukového
přenosu je použita knihovna AACDecoder.NET.
6.3.1 Uživatelské rozhraní
V práci je rozhraní GDI+ využito k veškeré interakci mezi uživatelem a dalšími
částmi (třídami). Je definováno v souboru Form1.Designer.cs a obsahuje informace
o umístění ovládacích prvků, jejich velikosti, události, které se provedou při práci
s programem. Uživatelské grafické rozhraní je zobrazeno na obrázku 6.3.
Obr. 6.3: Ukázka grafického rozhraní programu
6.3.2 Knihovna MediaSuite.NET
Z balíku MediaSuite.NET byly využity tyto knihovny:
• Knihovna RTP.NET slouží pro příjem dat protokolem RTP. Jako hlavní třída
se využívá třída RTPPaket. Dále jsou použity třídy RTPParticipian, RTPSen-
der a RTPSesion.
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• Z knihovny RTSP.NET byly použity třídy RTSPDescribe, RTSPAnnounce,
RTSPGetParameter, RTSPOptions, RTSPPause, RTSPPlay, RTSPRecord,
RTSPRedirect, RTSPSetup a RTSPTeardown.
• Pro dekódování přijímaných dat byly z knihoven H263Decoder.NET a
H264Decoder.NET použity třídy H263Decoder, H264Decoder a Jitter.
• K zpracování zvuku byla použita knihovna AACDecoder.NET, konkrétně třídy
AACDecoder a AACTools.
6.3.3 Hlavní třída a důležité metody programu
Hlavní třída programu je třída Form1. Nejdůležitější metody této třídy jsou:
• CreateVideoDecoder – přistupuje k metodám knihovny H264Decoder.NET –
nastavení počtu snímků, velikost okna (PictureBox), do kterého se vykresluje
obraz.
• AddPacketToJitter – přidává vstupní pakety do bufferu, kde se kontrolují podle
časového razítka (Timestap) a dále se přidávají do framu.
• CheckJitterForCompleteFrame – zkompletuje frame, který je pak připraven
pro dekódování. Časové razítko zpracovaného framu je smazáno.
• VideoDecoderThread – dekóduje kompletní frame přijatý od metody
CheckJitterForCompleteFrame.
• DisplayPicture – provede vytvoření oblasti (Rectangle), do které se zobrazí
obraz. Data jsou zkopírovaná z bufferu a po zobrazení ihned smazána.
• ShutdownThread – metoda zajišťující korektní uvolnění všech proměnných a
správné ukončení aplikace.
Třída Form1 dále obsahuje metody pro obsluhu událostí, které nastanou po stisku
ovládacích tlačítek. Nejdůležitější metodou je btnStart Click. Tato metoda zajišťuje
vytvoření bufferu pro plynulý přenos. Pro vytvoření spojení mezi serverem a konco-
vým účastníkem se využívají metody knihovny RTP.NET. V metodě btnStart Click
se také vytváří vlákno s názvem videoThread, které slouží pro zpracování (dekódo-
vání) přijímaných dat.
Metody pro řízení spojení se serverem jsou
• btnStart Click,
• btnStop Click,
• btnExit Click.
Tyto metody zpracovávají požadavky od uživatele na start přehrávání (spojení se
serverem), přerušení přehrávání a ukončení aplikace.
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6.4 Realizovaná aplikace
Realizace aplikace probíhala ve třech krocích. Pro seznámení s programovacím ja-
zykem C# byla nejprve vytvořena aplikace pro přehrávání multimediálních dat z
pevného disku (obrázek 6.4). Následovala tvorba programu pro příjem dat ze ser-
veru pomocí protokolu RTP/RTCP (obrázek 6.5). Po ověření správnosti přijímaných
dat bylo přistoupeno k vytvoření aplikace, která přijímaná data dekóduje a provede
jejich přehrávání (obrázek 6.6).
6.4.1 Přehrávač audio/video souborů z pevného disku
Aplikace využívá pro přehrávání příchozích dat objekt AxWindowsMediaPlayer
z knihovny wmp.dll (Windows Media Player). Tato knihovna obsahuje množství
metod a událostí, souvisejících s přehráváním multimediálních dat. Nabízí podporu
běžně používaných formátů [24]:
• Audio: mp3, wma, flac, wav.
• Video: mpg, avi, wmv, mp4, mpeg-ts.
Obr. 6.4: Hlavní okno aplikace
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Na obrázku 6.4 je ukázka grafického rozhraní. Je zde okno pro zobrazení pře-
hrávaných dat a dvě skupiny tlačítek, které slouží pro ovládání programu a výběru
požadovaných souborů. Tlačítka pro ovládání programu využívají objekt AxWin-
dowsMediaPlayer, konkrétně jeho vlastnost Ctlcontrols. Ctlcontrols umožňuje přes
rozhraní IWMPControls měnit vlastnosti přehrávaného souboru. Jsou to:
• axWindowsMediaPlayer1.Ctlcontrols.play - zahájení přehrávání.
• axWindowsMediaPlayer1.Ctlcontrols.pause - pozastavení přehrávání.
• axWindowsMediaPlayer1.Ctlcontrols.stop - ukončení přehrávání.
Pro výběr souboru je použita třída System.Windows.Forms.OpenFileDialog. Pro
vytvoření filtru souborů podle přípony byl použit atribut Filter.
6.4.2 Aplikace pro přehrávání multimediálních dat
Po seznámení se s jazykem C# následovalo prostudování dokumentace k balíku
knihoven MediaSuite.NET. Pro lepší pochopení fungování aplikace byl v první fázi
vytvořen program (viz obrázek 6.5), který přijímal multimediální data ze serveru
– přenos dat byl realizován protokolem RTP/RTCP a jako zdroj dat byl použit
program VLC. Knihovna RTP.NET umožňuje výpis informací z přijímaných paketů
(viz kapitola 3.2). Díky tomu mohla být v pozdější fázi provedena kontrola správnosti
přijímaných dat pomocí programu Wireshark.
Obr. 6.5: Ukázka příjmu dat protokolem RTP/RTCP
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Do programu byly dále implementovány z knihoven MediaBase.NET a Strem-
Tools.NET funkce pro síťovou komunikaci. Možnost dekódování videa zajistila
implementace knihoven H263Decoder.NET a H264Decoder.NET. Zpracování zvuku
obsahuje knihovna AACDecoder.NET. Přehrávání video souboru ve formátu H.264
je zachyceno na obrázku 6.6.
Obr. 6.6: Ukázka přehrávání
Vytvořená aplikace umožňuje dekódování ve formátech
• H.263,
• H.264.
Pro správnou funkci dekódování přijímaných dat by měl být stream vysílaný ze
serveru zapouzdřen
• H.264,
• H.263/1996,
• H.263/1998,
• H.263/2000.
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6.4.3 Instalace programu do PC
Při kompilaci projektu byly ve složce \bin\Release vytvořeny všechny soubory,
které jsou potřebné pro spuštění aplikace v operačním systému Microsoft Windows
XP a vyšší. Po provedení kompilace projektu je možno program spustit souborem
VideoReceiver.exe.
Protože adresář obsahuje kromě spouštěcího souboru také všechny potřebné
knihovny pro běh aplikace byl pro větší přehlednost vytvořen instalátor
(viz obrázek 6.7). Do instalátoru byly kromě zkompilovaného programu vloženy také
testovací soubory ve formátu H264, které jsou zkopírovány do dokumentů uživatele.
Instalátor podporuje češtinu, angličtinu, němčinu a slovenštinu. Pro každý jazyk je
vytvořen samostatný instalátor. Při instalaci se dále kontroluje, zda je v operačním
systému nainstalován .NET Framework verze 2.0 a vyšší.
Obr. 6.7: Průvodce při instalaci aplikace
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Balíček knihoven MediaSuite.NET vyžaduje pro správnou funkci všech knihoven
nainstalovaný .NET Framework ve verzi 2.0 a vyšší. Dále pak Microsoft C++ Run-
time Library verze 9. Vše potřebné bylo zahrnuto v instalaci Visual Studio 2010.
6.4.4 Test programu
Při vývoji programu byl kladen důraz na vytvoření jednoduchého a přehledného
uživatelského prostředí, které bude předcházet vzniku neošetřených výjimek. V pří-
padě, že uživatel nevyplní pole nezbytná pro správnou funkčnost programu, tak
bude aplikací upozorněn a dokud nebudou parametry zadané, tak se požadovaná
akce neprovede. Chyby, které se vyskytly při práci s programem (fáze navázání
spojení, zrušení spojení, ukončení programu) byly odstraňovány postupně při tvorbě
aplikace.
Po naprogramování první verze aplikace, která přijímala data a zobrazovala výpis
informací z hlavičky RTP paketu bylo nutné provést ověření správnosti
těchto informací. Pro záznam síťové komunikace a její následný rozbor byl pou-
žitý síťový analyzátor Wireshark [25]. Byla zachycena komunikace mezi serverem,
který běžel na virtuálním stroji s IP adresou 192. 168. 52. 182 a koncovým účast-
níkem (realizovanou aplikací), která byla spuštěna na fyzickém stroji s IP adresou
192. 168. 52. 1.
Výpis dat z aplikace (viz obrázek 6.5) se shoduje s záznamem z programu
Wireshark (viz obrázek 6.8 a obrázek 6.9), kde jsou zobrazeny data ohledně pro-
tokolu IPv4, UDP a RTP.
Obr. 6.8: Rozbor síťové komunikace programem Wireshark č.1
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Obr. 6.9: Rozbor síťové komunikace programem Wireshark č.2
Po kontrole správnosti přijímaných dat následovalo testování různých parametrů
streamu a jejich vliv na kvalitu obrazu při přehrávání. Streamovací program VLC
má široké možnosti nastavení kódování výstupního streamu. Samostatně lze nastavit
typ kódování pro video, audio a také zapouzdření. Při prvním nastavení parametrů
streamu (viz obrázek 6.13, obrázek 6.14 a obrázek 6.15) byl obraz při dekódování
velmi špatný (viz obrázek 6.10). V obraze se objevovaly artefakty a při porovnání
s kódovaným videem nebyla téměř vidět shoda.
Obr. 6.10: Chyby v obraze při přehrávání
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Úpravou kódu programu bylo docíleno zlepšení kvality až na úroveň, kdy se artefakty
neprojevují (viz obrázek 6.11).
Obr. 6.11: Přehrávání bez chyb v obraze
Přehrávání videa bez náhlých změn scény tedy probíhá v pořádku. Při prudkých
změnách, kdy musí být vykreslen odlišný obraz se ovšem artefakty stále objevují
(viz obrázek 6.12).
Obr. 6.12: Srovnání kvality videa po dekódování a před dekódováním
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Obr. 6.13: VLC – nastavení kódování videa
Obr. 6.14: VLC – nastavení kódování audia
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Obr. 6.15: VLC – nastavení zapouzdření
6.4.5 Výsledky testování
Testování programu na různých PC odhalilo problém s portem 5004, který se vět-
šinou používá pro protokol RTP (v žádném dokumentu není ovšem specifikováno,
že musí být použit právě tento port). Ten byl zřejmě využíván jinou aplikací a po
zadání čísla portu 5004 do pole RTP Port aplikace ohlásila výjimku. Po přidělení
jiného čísla (zvolen byl port 23150) již aplikace fungovala bez problémů. Aplikace
neumožňuje zkontrolovat, zda je port 5004 (tento port často využívá protokol UDP,
který využívá pro přenos dat protokol RTP) používán, proto není v aplikaci možný
výskyt této chyby ošetřen [26].
Řešení problémů spojených s kolísající kvalitou obrazu je časově náročné a kvůli
zdržení při čekání na odpověď s žádostí o poskytnutí licence na balík knihoven
MediaSuite.NET a souběžnému seznamování se s možností použití knihovny pro
FFmpeg pro dekódování dat nebylo dokončeno.
Ve zdrojovém kódu aplikace jsou také připraveny části kódu pro zpracování
zvuku. Jedná se o deklaraci potřebných proměnných, vytvoření spojení se serverem
a příprava pro dekódování. Dokončení problematiky dekódování a přehrávání zvuku
a také zasynchronizování zvuku a obrazu nebylo kvůli výše popsaným problémům
s licencí balíku knihoven možné dokončit.
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7 ZÁVĚR
Cílem bakalářské práce bylo navrhnout a realizovat funkční aplikaci pro příjem mul-
timediálních dat, která budou vysílána ze serveru. První volbou bylo rozhodnutí,
jaký programovací jazyk bude pro realizaci programu použit. Vybíráno bylo mezi
programovacím jazykem C++ a C#. V oblasti zpracování multimediálních dat exis-
tuje pro jazyk C++ velké množství volně dostupných knihoven, které ovšem nena-
bízejí ucelenou podporu pro přenosové protokoly využívané v této práci. V případě
použití jazyka C++ by bylo nutné využít více knihoven od různých firem, což by
mohlo způsobovat problémy při jejich implementaci do programu. Pro jazyk C#
byl nalezen balík knihoven MediaSuite.NET, který je navržen jako komplexní řešení
pro práci s multimediálními daty. Nabízí knihovny pro přenos dat dnes využívanými
protokoly RTP/RTCP a RTSP a také knihovny pro kódování a dekódování obrazu
a zvuku. Programovací jazyk byl zvolen C# a to hlavně díky širokým možnostem
balíku MediaSuite.NET. Výhodou tohoto rozhodnutí bylo i použití vývojového pro-
středí Visual Studio od firmy Microsoft, které je s jazykem C# souběžně vyvíjeno.
Pro poskytování streamu byl v počáteční fázi zamýšlen školní server. Tato vari-
anta musela být ovšem z důvodu nefunkčnosti serveru zavrhnuta a pro streamování
multimediálních dat byly zvoleny volně dostupné aplikace Darwin Streaming Server
a VLC media player.
Tvorba výsledné aplikace byla rozdělena do tří částí. V první části byl vytvořen
přehrávač multimediálních dat z pevného disku. Druhá část byla zaměřena na na-
vázání síťové komunikace mezi serverem a koncovým bodem (vyvíjenou aplikací).
V poslední fázi proběhla implementace knihoven zajišťujících dekódování přijíma-
ných dat a jejich zobrazení.
Testování vytvořené aplikace odhalilo vznik artefaktů v obraze. Po provedení
úprav ve zdrojovém kódu bylo docíleno přehrávání bez artefaktů u videa, kde nedo-
chází k prudkým změnám scény. Při vykreslení videa, které obsahuje velké množství
detailů, nebo při rychlých změnách obrazu, se artefakty vyskytují stále.
Cíle bakalářské práce, které jsou uvedené v zadání práce jsou ve větší míře
splněny. Vytvořená aplikace přehrává tok video dat vysílaný ze serveru. Kvalita
zobrazovaného videa ovšem kolísá. Pro přehrávání audia jsou v programu připra-
veny metody pro vytvoření spojení. Kvůli problémům vzniklým s licenční politikou
poskytování balíku knihoven MediaSuite.NET, které zdržely postup v práci téměř
o jeden měsíc nezbyl dostatek času, který by byl potřeba pro úpravu programu pro
zajištění stále kvalitního obrazu a pro přidání podpory dekódování zvuku.
Další vhodné rozšíření programu by mohlo být doplnění o komunikaci se serverem
pomocí protokolu RTSP, pro který jsou již v programu implementovány potřebné
knihovny a DSS, který podporuje komunikaci přes RTSP, je již nakonfigurován.
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SEZNAM SYMBOLŮ, VELIČIN A ZKRATEK
.NET Software framework
CL Common Language layer
DSS Darwin Streaming Server
FLAC Free Lossless Audio Codec
FTP File Transport Protocol
HS Helix Server
IP Internet Protocol
IPTV Internet Protocol Television
MP3 MPEG-1 nebo MPEG-2 Audio Layer III
MP4 Kontejner ISO standardu MPEG-4
MPEG-ts MPEG transport stream
MPG Motion Picture Experts Group
OPAL Open Phone Abstraction Library
OS Operating System
RFC Request for Comments
RTCP RTP Control Protocol
RTP Real-time Transport Protocol
RTSP Real Time Streaming Protocol
SAP Session Announcement Protocol
SDP Session Description Protocol
TCP Transmission Control Protocol
TCP/IP Transmission Control Protocol / Internet Protocol
TELNET Telecommunication Network
TTL Time To Live
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UDP User Datagram Protocol
VLC VLC media player
VoD Video on Demand
VoIP Voice over Internet Protocol
WAV Waveform Audio File Format
WinCE Windows Embedded CE
WMA Windows Media Audio
WMV Windows Media Video
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• Elektronická verze bakalářské práce – Masek IPTV BP.pdf
• Elektronické verze bakalářské práce v LATEXu – ve složce BP LaTeX
• Balík knihoven MediaSuite.NET – ve složce MediaSuite.NET
• Instalační balíček aplikace VideoReceiver – ve složce Instalator
• Zdrojový kód aplikace – ve složce VideoReceiver
• Zdrojové kódy z průběhu tvorby aplikace – ve složce Vývojové verze
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