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ENRUTAMIENTO O ROUTING: Es la función de buscar un camino entre todos los 
posibles en una red de paquetes cuyas topologías poseen una gran conectividad 
EIGRP: un protocolo de enrutamiento del tipo vector distancia avanzado, propiedad 
de Cisco 
INTERFAZ LOOPBACK: Es una interfaz lógica interna del router y es útil para 
probar y administrar un dispositivo Cisco IOS. 
LACP: Es un protocolo de la capa de enlace de datos definido en el estándar IEEE 
802.3ad. Proporciona un método para controlar la agrupación de varios puertos 
físicos y formar un único canal lógico. 
OSPF: es un protocolo de direccionamiento de tipo enlace-estado, desarrollado 
para las redes IP y basado en el algoritmo de primera vía más corta 
PAGP: Es un protocolo patentado por Cisco que sólo puede ejecutarse en los 
switches Cisco o en los switches cuyos proveedores licencian su compatibilidad 
con el PAGP. 
ROUTER: Un router es un dispositivo de hardware que permite la interconexión de 
ordenadores en red 
SHOW IP ROUTE: El comando show ip route muestra el contenido de una tabla 
de enrutamiento IP, para determinar si existe una entrada para el host. 
SHOW VLAN: Muestra la lista de todas las VLAN configuradas  
SHOW VRRP: Muestra un estado breve o detallado de uno o todos los 
enrutadores virtuales del Protocolo de redundancia de enrutador virtual (VRRP) 
SPANNING TREE PROTOCOL: Evita que se formen bucles cuando los 
conmutadores o puentes están interconectados a través de múltiples rutas 
VTP: Es un protocolo propietario de Cisco y es un protocolo de mensajería que 






En el presente proyecto que se realiza como opción de grado, se presentan dos 
escenarios, donde se involucran routing y switching, utilizando para su desarrollo 
la ayuda de la herramienta de simulación GNS3, donde se harán uso de 
configuraciones básicas para dispositivos como lo son routers y switches. 
Que para esta oportunidad se podrá encontrar la distribución paso a paso para la 
solución de unas problemáticas planteadas mediante dos ejercicios. 
Un escenario a través de la utilización de routers, aplicando comandos de 
configuración para la asignación de protocolos que midan el camino más corto o el 
más conveniente a través de protocolos EIGRP y OSPF. 
Y el otro escenario se usan dispositivos switch, para configurar conexiones 
redundantes y efectivas que transmitan una comunicación más eficiente, con 
reducción y eliminación de bucles, a través de puerto etherchannel y aplicando 
comandos como spanning-tree para lograr este objetivo.  
Los escenarios que va a encontrar a continuación se desarrollaran mediante el 
software de simulación GNS3 con ayuda de la máquina virtual VMware.  
 






In the present project that is carried out as a degree option, two scenarios are 
presented, where routing and switching are involved, using for its development the 
help of the simulation tool GNS3, where basic configurations will be used for 
devices such as routers and switches. 
That for this opportunity it will be possible to find the distribution step by step for 
the solution of some problems raised by means of two exercises. 
A scenario through the use of routers, applying configuration commands for the 
assignment of protocols that measure the shortest or most convenient path through 
EIGRP and OSPF protocols. 
And the other scenario is used switch devices, to configure redundant and effective 
connections that transmit a more efficient communication, with reduction and 
elimination of loops, through etherchannel port and applying commands such as 
spanning-tree to achieve this goal.  
The scenarios you will find below will be developed using the GNS3 simulation 
software with the help of the VMware virtual machine.  
 






El presente trabajo es un avance de la entrega final en el desarrollo del diplomado 
de profundización en cisco CCNP, trabajo que es desarrollado en el software de 
simulación GNS3 y de la máquina virtual VMware. 
Además, que el desarrollo de los dos escenarios propuestos para la superación 
del diplomado de profundización en CISCO CCNP, coadyuva al mejoramiento de 
habilidades por parte del estudiante, habilidades que se muestran a continuación, 
en temas relacionados a routing y switching con configuraciones avanzadas que 
ayudan al mayor aprovechamiento de los recursos al momento de comunicar 
dispositivos como lo son router y switches y lograr soluciones de redes a gran y 
menor escala. 
En el primer escenario se configurarán diferentes protocolos de comunicación 
como lo son EIGRP y OSPF para saber que rutas son las más adecuadas para 
dar solución a una comunicacion entre routers. 
Y el segundo escenario se configuran mediante protocolos PAGP y LACP, uno 
neto de CISCO y el otro un protocolo internacional para comunicación entre switch 
de diferentes fabricantes, que nos sirven para realizar puertos etherchannel y para 







Teniendo en la cuenta la siguiente imagen 
 







Figura 2 Topología realizada en GNS3 
 
Fuente: Autor 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento 
para los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne 
passwords en los routers. Configurar las interfaces con las direcciones 
que se muestran en la topología de red.  
Configuración inicial para Router 1 y sus respectivas interfaces  
  
R1(config)# no ip domain-lookup   
R1(config)# line con 0  
R1(config-line)# logging synchronous   
R1(config-if)# interface serial 3/0  
R1(config-if)# ip address 150.20.15.1 255.255.255.0   
R1(config-if)# no shutdown  
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Figura 3 Configuración inicial para Router 1 
 
Fuente: Autor 
En la ilustración se puede evidenciar como se desactivan los ip dns, así como 
el bloqueo por inactividad, también se puede evidenciar la configuración de la 
interfaz serial.  
  
Configuración inicial para Router 2 y sus respectivas interfaces  
  
R2(config)# no ip domain-lookup   
R2(config)# line con 0  
R2(config-line)# logging synchronous   
R2(config-if)# interface serial 3/0  
R2(config-if)# ip address 150.20.15.2 255.255.255.0   
R2(config-if)# no shutdown  
R2(config-if)# interface serial 3/1  
R2(config-if)# ip address 150.20.20.1 255.255.255.0   




Figura 4 Configuración inicial para Router 2 
  
Fuente: Autor 
En la ilustración se puede evidenciar como se desactivan los ip dns, así como 
el bloqueo por inactividad, también se puede evidenciar la configuración de la 
interfaz serial.  
  
Configuración inicial para Router 3 y sus respectivas interfaces  
  
R3(config)# no ip domain-lookup   
R3(config)# line con 0  
R3(config-line)# logging synchronous   
R3(config-if)# interface serial 3/1  
R3(config-if)# ip address 150.20.20.2 255.255.255.0  
R3(config-if)# no shutdown  
R3(config-if)# interface serial 3/0  
R3(config-if)# ip address 80.50.42.1 255.255.255.0   




Figura 5 Configuración inicial para Router 3 
 
Fuente: Autor 
En la ilustración se puede evidenciar como se desactivan los ip dns, así como 
el bloqueo por inactividad, también se puede evidenciar la configuración de la 
interfaz serial.  
  
Configuración inicial para Router 4 y sus respectivas interfaces  
  
R4(config)# no ip domain-lookup   
R4(config)# line con 0  
R4(config-line)# logging synchronous   
R4(config-if)# interface serial 3/0  
R4(config-if)# ip address 80.50.42.2 255.255.255.0   
R4(config-if)# no shutdown  
R4(config-if)# interface serial 3/1  
R4(config-if)# ip address 80.50.30.1 255.255.255.0   




Figura 6 Configuración inicial para Router 4 
  
Fuente: Autor 
En la ilustración se puede evidenciar como se desactivan los ip dns, así como 
el bloqueo por inactividad, también se puede evidenciar la configuración de la 
interfaz serial.  
  
Configuración inicial para Router 5 y sus respectivas interfaces  
R5(config)# no ip domain-lookup   
R5(config)# line con 0  
R5(config-line)# logging synchronous   
R5(config-if)# interface serial 3/1  
R5(config-if)# ip address 80.50.30.2 255.255.255.0  




Figura 7 Configuración inicial para Router 5 
  
Fuente: Autor 
En la ilustración se puede evidenciar como se desactivan los ip dns, así como 
el bloqueo por inactividad, también se puede evidenciar la configuración de la 
interfaz serial.  
  
Configuración de protocolo OSPF   
  
R1(config)#router ospf 1  
R1(config-router)#network  150.20.15.0 0.0.0.255 area 150  
  
R2(config)#router ospf 1  
R2(config-router)#network 150.20.15.0 0.0.0.255 area 150   
R2(config-router)#network 150.20.20.0 0.0.0.255 area 150  
  
R3(config)#router ospf 1  
R3(config-router)#network 150.20.20.0 0.0.0.255 area 150  
R3(config)#router eigrp 51  
R3(config-router)#network 80.50.42.0  
  
Configuración de protocolo EIGRP  
  
R5(config)# router eigrp 51  




Con los comandos anteriores se realiza la configuración de protocolo de 
comunicación para los routers, EIGRP y OSPF respectivamente, 
enseñándole la siguiente red para cada caso según corresponda  
  
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la 
asignación de direcciones 20.1.0.0/22 y configure esas interfaces para 
participar en el área 150 de OSPF   
  
R1(config)# interface loopback 1  
R1(config-if)# description Engineering Department  
R1(config-if)# ip address 20.1.0.1 255.255.252.0  
R1(config)# interface loopback 2  
R1(config-if)# ip address 20.1.4.1 255.255.252.0   
R1(config)# interface loopback 3  
R1(config-if)# ip address 20.1.8.1 255.255.252.0   
R1(config)# interface loopback 4  
R1(config-if)# ip address 20.1.12.1 255.255.252.0   
R1(config-if)# exit  
R1(config)# router ospf 100  
R1(config-router)# router-id 1.1.1.1  
R1(config-router)# network 20.1.0.0 255.255.252.0  
R1(config-router)# network 20.1.0.0 255.255.252.0 area 150.0.0.0   
R1(config-router)# exit  
  
R1(config)# interface loopback 1  
R1(config-if)# ip ospf network point-to-point   
R1(config-if)# exit  
R1(config)# interface loopback 2  
R1(config-if)# ip ospf network point-to-point   
R1(config-if)# exit  
R1(config)# interface loopback 3  
R1(config-if)# ip ospf network point-to-point   
R1(config-if)# exit  
R1(config)# interface loopback 4  
R1(config-if)# ip ospf network point-to-point  




Figura 8 Configuración nuevas interfaces de Loopback en R1 
  
Fuente: Autor 
Con las líneas de comando anterior se configura el protocolo ospf, se 
identifica el router, asignándole una dirección ip, así como la activación de las 




3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la 
asignación de direcciones 180.5.0.0/22 y configure esas interfaces 
para participar en el Sistema Autónomo EIGRP 51  
R5(config)# interface loopback 1  
R5(config-if)# description Engineering Department  
R5(config-if)# ip address 180.5.10.1 255.255.252.0  
R5(config-if)# exit  
R5(config)# interface loopback 2  
R5(config-if)# ip address 180.5.20.1 255.255.252.0  
R5(config-if)# exit  
R5(config)# interface loopback 3  
R5(config-if)# ip address 180.5.30.1 255.255.252.0  
R5(config-if)# exit  
R5(config)# interface loopback 4  
R5(config-if)# ip address 180.5.40.1 255.255.252.0  
R5(config-if)# exit  
  





Se crean las interfaces loopback con su respectivo direccionamiento, 
configuración EIGRP 51 en R5  
  
R5(config)# router eigrp 51  
R5(config-router)#auto-summary  
R5(config-router)# network 180.5.0.0 255.255.255.0  
R5(config-if)# exit  
  
Figura 10 Configuración EIGRP 51 en R5 
  
Fuente: Autor 
Se configura el protocolo eigrp y se le muestra la siguiente red  
  
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está 
aprendiendo las nuevas interfaces de Loopback mediante el comando show 
ip route.  
  
Figura 11 Tabla de enrutamiento de R3 




Con la ejecución de este comando podemos observar el estado de la tabla de 
enrutamiento actual se puede visualizar con la captura de pantalla la tabla de 
enrutamiento de R3 las nuevas interfaces loopback.  
  
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el 
costo de 80000 y luego redistribuya las rutas OSPF en EIGRP usando 
un ancho de banda T1 y 20,000 microsegundos de retardo.  
  
R3(config)# router eigrp 51  
R3(config-router)# redistribute ospf 1 metric 80000 100 255 1 1500   
R3(config-router)# exit   
R3(config)# router ospf 1   
R3(config-router)# log-adjacency-changes   
R3(config-router)# redistribute eigrp 51 subnets   
R3(config-router)# exit   
R3(config)# router eigrp 51   
R3(config-router)# redistribute ospf 1 metric 1544000 22000 255 1 1500  
R3(config-router)# exit  
  
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto 
existen en su tabla de enrutamiento mediante el comando show ip 
route.   
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Figura 12 Tabla de enrutamiento R1 
  
Fuente: Autor 




Figura 13 Tabla de enrutamiento R5 
  
Fuente: Autor 
Usamos el comando show ip route para mostrar la tabla de enrutamiento  
 
Con el comando ping verificamos conectividad entre el R1 y R5 y viceversa 





Figura 15 Conectividad R5 y R1 
 
Fuente: Autor 
Con las imágenes anteriores podemos verificar que hay conectividad entre 
los router R1 con R5 y viceversa 
 
Segundo Escenario  
  
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el 
cual deberá configurar e interconectar entre sí cada uno de los dispositivos 
que forman parte del escenario, acorde con los lineamientos establecidos 
para el direccionamiento IP, etherchannels, VLANs y demás aspectos que 
forman parte del escenario propuesto.  
28 
 









Parte 1: Configurar la red de acuerdo con las especificaciones.  
a) Apagar todas las interfaces en cada switch.  
Figura 18 Apagado de interfaces Switch 
  
Fuente: Autor 
Esta configuración hecha lo que busca es seleccionar unas interfaces 
determinadas y apagarlas, configuración que se realiza en los cuatro switch   
b) Asignar un nombre a cada switch acorde con el escenario establecido.  
Figura 19 Asignación nombre switch DLS2 
  
Fuente: Autor 
Se cambia nombre al switch con el comando hostname  
Figura 20 Asignación nombre switch DLS2 
  
Fuente: Autor 
Se cambia nombre al switch con el comando hostname  
30 
 
Figura 21 Asignación nombre Switch DLS2 
  
Fuente: Autor 
Se cambia nombre al switch con el comando hostname  
Figura 22 Asignación nombre Switch ALS2 
  
Fuente: Autor 
Se cambia nombre al switch con el comando hostname  
c) Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama.  
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 
utilizando LACP. Para DLS1 se utilizará la dirección IP 10.20.20.1/30 




Figura 23 Configuración puerto Etherchanel 12 
  
Fuente: Autor 
Se realiza configuración del puerto etherchanel 12 para comunicación entre 





Figura 24 Configuración puerto etherchanel 12 DLS2 
  
Fuente: Autor 
Se realiza configuración del puerto etherchanel 12 para comunicación entre 
DLS2 y DLS1, con su respectivo direccionamiento  
  




Figura 25 Configuración etherchannel 1 DLS1 
  
Fuente: Autor 
Se realiza configuración de puerto etherchanel 1 para comunicación de DLS1 con ALS1, 
usando protocolo del canal LACP a un rango determinado de interfaces  
ALS1  
Figura 26 Configuración puerto etherchannel 1 ALS1 
  
Fuente: Autor 
Se realiza configuración de puerto etherchanel 1 para comunicación de ALS1 






Figura 27 Configuración puerto etherchannel 2 DLS2 
  
Fuente: Autor 
Se realiza configuración de puerto etherchanel 2 para comunicación de DLS2 




Figura 28 Configuración etherchannel 2 ALS2 
  
Fuente: Autor 
Se realiza configuración de puerto etherchanel 2 para comunicación de ALS2 
con ALS2, usando protocolo del canal LACP a un rango determinado de 
interfaces  
  





Figura 29 Configuración puerto etherchannel 4 DLS1 
  
Fuente: Autor 
Se realiza configuración de puerto etherchanel 4 para comunicación de DLS1 




Figura 30 Configuración puerto etherchannel 4 ALS2 
  
Fuente: Autor 
Se realiza configuración de puerto etherchanel 4 para comunicación de ALS2 




Figura 31 Configuración port etherchannel 3 ALS1 
  
Fuente: Autor 
Se realiza configuración de puerto etherchanel 3 para comunicación de ALS1 






Figura 32 Configuración puerto etherchannel 3 DLS2 
  
Fuente: Autor 
Se realiza configuración de puerto etherchanel 3 para comunicación de DLS2 
con ALS1, usando protocolo del canal PAGP a un rango determinado de 
interfaces  
  
4) Todos los puertos troncales serán asignados a la VLAN 500 como la 
VLAN nativa.  
DLS1   





Se eligen un rango de interfaces, configurándose la id de la vlan y 
encapsulando los paquetes en modo troncalizado  
  
ALS1   
Figura 34 Asignación vlan 500 ALS1 
  
Fuente: Autor 
Se eligen un rango de interfaces, configurándose la id de la vlan y 





Figura 35 Asignación vlan 500 DLS2 
  
Fuente: Autor 
Se eligen un rango de interfaces, configurándose la id de la la vlan y 





Figura 36 Asignación vlan 500 ALS2 
  
Fuente: Autor 
Se eligen un rango de interfaces, configurándose la id de la la vlan y 
encapsulando los paquetes en modo troncalizado  
  
d) Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3  
Figura 37 VTP versión 3 DLS1 
  
Fuente: Autor 
Configuración vtp versión 3 en DLS1  
Figura 38 VTP versión 3 ALS1 
  
Fuente: Autor 




Figura 39 VTP versión 3 ALS2 
  
Fuente: Autor 
Configuración vtp versión 3 en ALS2  
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321  
Figura 40 VTP domain en ALS2 
  
Fuente: Autor 
Debido a la versión 3 de Vlan Trunk Protocol podemos ocultar contraseñas, que para este 
caso es ccnp321  
Figura 41 VTP domain en DLS1 
  
Fuente: Autor 
Configuración de la contraseña en DLS1  
Figura 42 VTP domain en ALS1 
  
Fuente: Autor 
Configuración de la contraseña en ALS1  
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2) Configurar DLS1 como servidor principal para las VLAN.  
Figura 43 VTP modo servidor 
  
Fuente: Autor 
Que se encarga de promover las vlan en los switch clientes  
3) Configurar ALS1 y ALS2 como clientes VTP.  
Figura 44 VTP modo cliente ALS2 
  
Fuente: Autor 
Recibe las vlans configuradas en switch modo servidor  
Figura 45 VTP modo cliente ALS1 
  
Fuente: Autor 
También este modo cliente recibe las vlans configuradas en switch modo 
servidor, además también este modo cliente, puede distribuir las vlans que 
recibe del servidor a otros switches  
e) Configurar en el servidor principal las siguientes VLAN:  
 
Número de VLAN  Nombre de VLAN  Número de VLAN  Nombre de VLAN  
500  NATIVA  420  PROVEEDORES  
15  ADMON  100  SEGUROS  
240  CLIENTES  1050  VENTAS  
1112  MULTIMEDIA  3550  PERSONAL  
Tabla 1 Configuración Vlans 
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Figura 46 Configuración VLAN DLS1 
  
Fuente: Autor 
Se realiza la configuración de las VLAN al switch DLS1  
f) En DLS1, suspender la VLAN 420.  
Figura 47 State suspend vlan 420 
  
Fuente: Autor 
Se pone en estado de suspensión la vlan 420 en el switch DLS1  
g) Configurar DLS2 en modo VTP transparente VTP utilizando VTP 
versión 2, y configurar en DLS2 las mismas VLAN que en DLS1.  
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Figura 48 Configuración vlan DLS2 
  
Fuente: Autor 
Inicialmente se realiza configuración de modo transparente que nos permite 
recibir las vlan propagadas del switch servidor y se configura la versión 2 de 
VTP y se configuran de las vlan en el switch DLS2  
Figura 49 VTP versión2 y modo transparente 
  
Fuente: Autor 
Se configura un modo transparente para que nos permite recibir las vlan propagadas del 
switch servidor y se configura la versión 2 de VTP  
h) Suspender VLAN 420 en DLS2.  
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Figura 50 VLAN 420 DLS2 
  
Fuente: Autor 
Se configura la vlan 420 en estado de suspensión  
  
i) En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN 
de PRODUCCION no podrá estar disponible en cualquier otro Switch 
de la red.  
Figura 51 vlan 567 
  
Fuente: Autor 
Se crea vlan 567 con nombre PRODUCCION para sola exclusividad de este 
switch  
  
j) Configurar DLS1 como Spanning tree root para las VLANs 1, 15, 420, 
500, 1050, 1112 y 3550 y como raíz secundaria para las VLAN 100 y 
240.  
Figura 52 Configuración Spanning-tree DLS1 
  
Fuente: Autor 
Con la configuración del STP se evita que se generen bucles  
k) Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y 




Figura 53 Spanning-tree DLS2 
  
Fuente: Autor 
Con la configuración del STP se evita que se generen bucles y se divide el 
tráfico entre vlan primarias y secundarias  
  
l) Configurar todos los puertos como troncales de tal forma que 
solamente las VLAN que se han creado se les permitirá circular a 
través de estos puertos.  
Figura 54 Configuración puerto troncal DLS1 
  
Fuente: Autor 
Con esto permitimos que pasen las vlan configuradas en el dispositivo  
  
Figura 55 Configuración puerto troncal DLS2 
  
Fuente: Autor 
Configuración de la vlan nativa en determinadas interfaces en DLS2  
  





Configuración de la vlan nativa en determinadas interfaces en DLS2  
  
Figura 57 Configuración puerto troncal ALS2 
  
Fuente: Autor 
Configuración de la vlan nativa en determinadas interfaces en ALS2  
  
m) Configurar las siguientes interfaces como puertos de acceso, 
asignados a las VLAN de la siguiente manera:  
 
INTERFAZ  DLS1  DLS2   ALS1  ALS2  
INTERFAZ 3/3  3550  15, 1050   100, 1050  240  
INTERFAZ 3/1  1112  1112   1112  1112  
INTERFAZ 2/0-3    5 67   
Tabla 2 Asignación de interfaz y vlan 
  
ALS1  
Figura 58 Configuración Vlan SW ALS1 
  
Fuente: Autor 





Figura 59 Configuración Vlan SW ALS2 
  
Fuente: Autor 
Se realiza la configuración de las vlan en el switch ALS2 según tabla anterior  
  
DLS1  
Figura 60 Configuración Vlan SW DLS1 
  
Fuente: Autor 





Figura 61 Configuración Vlan SW DLS2 
  
Fuente: Autor 
Se realiza la configuración de las vlan en el switch DLS2 según tabla anterior  
  
Parte 2: conectividad de red de prueba y las opciones configuradas.  
a. Verificar la existencia de las VLAN correctas en todos los 




Figura 62 Show VLAN ALS1 
  
Fuente: Autor 
Con el comando show vlan, podemos observar la configuración de las vlan 
que se encuentran propagadas por el switch servidor en ALS1  
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Figura 63 Show vtp status ALS1 
  
Fuente: Autor 
Con el comando show vtp status, podemos observar la versión, el dominio y 





Figura 64 Show VLAN ALS2 
  
Fuente: Autor 
Con el comando show vlan, podemos observar la configuración de las vlan 




Figura 65 Show vtp status ALS2 
  
Fuente: Autor 
En este caso se puede observar que tiene la versión 3 configurada, dominio 





Figura 66 Show VLAN DLS1 
  
Fuente: Autor 




Figura 67 Show vtp status DLS1 
  
Fuente: Autor 





Figura 68 Show VLAN DLS2 
  
Fuente: Autor 
Se puede observar la vlan que está suspendida y la vlan que está privada en 
la continuación de la siguiente imagen  
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Figura 69 show vtp status 
  
Fuente: Autor 
Para esta imagen, podemos observar que no se configuró el dominio del vtp 
y, está en versión 2, y en modo transparente  
  
b. Verificar que el EtherChannel entre DLS1 y ALS1 está 
configurado correctamente  
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Figura 70 Show etherchannel DLS1 
  
Fuente: Autor 
Se observa que en DLS1 tiene configurados tres puertos etherchannel que 
para este caso nos importa el grupo 1, con un protocolo LACP.  
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Figura 71 Show etherchannel ALS1 
  
Fuente: Autor 
En ALS1 podemos verificar que tiene configurado el puerto etherchannel 1 
con protocolo LACP  
  
c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 
para cada VLAN.  
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Figura 78 Show spanninf-tree parte 7 DLS1 
  
Fuente: Autor 
En las imágenes anteriores con el comando show spanning-tree podemos 
verificar las diferentes vlan configuradas en el switch y a través del ROOT ID 













Se buscó la puesta a prueba de los ejercicios hechos durante las fases iniciales, 
logrando la configuración de protocolos BGP, EIGRP Y OSPF, exponiendo las 
ventajas que tiene cada protocolo en una red y para qué sirve para uno, por 
ejemplo, a través del protocolo OSPF que abre el camino más corto primero busca 
realizar el cálculo dentro de un sistema autónomo y BGP que es el protocolo de 
puerta de enlace de frontera, es un enlace vectorial entre dominios, a diferencia de 
EIGRP, que usa el recorrido a través del vector distancia para calcular la ruta más 
corta. 
Abonado a esto, se logra hacer la sumarización y redistribución de los diferentes 
protocolos, con el fin de lograr las intercomunicación o interoperabilidad entre 
protocolos  
Con los protocolos LACP (protocolo de control de agregación de enlaces) y el 
PAGP (control de agregación de puertos) que uno es propio de CISCO y el otro es 
del estándar internacional IEEE.802.3ad, buscamos la optimización y agrupación 
de los puertos, además del equilibrio del tráfico, abonado para el ejercicio práctico 
donde se usaron los dos protocolos. 
Se hizo uso de configuración con spanning-tree en los switch, esto y teniendo en 
cuenta que nos ayuda a la eliminación de bucles en las redes redundantes, 
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