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Mediante este trabajo practico, se pretende hacer una configuración para interconectar una 
empresa que tiene sedes en distintas ciudades, a través de Packet Tracer y usando todo lo 
aprendido durante el diplomado de Cisco se hará dicha configuración que nos permite 
poner en práctica todos los conceptos aprendidos en este curso.  
La introducción de un servidor de protocolo de configuración dinámica de host (DHCP) en 
la red local simplifica la asignación de direcciones IP tanto a los dispositivos de escritorio 
como a los móviles. El uso de un servidor de DHCP centralizado permite a las 
organizaciones administrar todas las asignaciones de direcciones IP desde un único 
servidor. Esta práctica hace que la administración de direcciones IP sea más eficaz y 
asegura la coherencia en toda la organización, incluso en las sucursales. 
El rendimiento de la red es un factor importante en la productividad de una organización. 
Una de las tecnologías que contribuyen a mejorar el rendimiento de la red es la división de 
los grandes dominios de difusión en dominios más pequeños. Por una cuestión de diseño, 
los routers bloquean el tráfico de difusión en una interfaz. Sin embargo, los routers 
generalmente tienen una cantidad limitada de interfaces LAN. La función principal de un 
router es trasladar información entre las redes, no proporcionar acceso a la red a las 
terminales.  
La función de proporcionar acceso a una LAN suele reservarse para los switches de capa de 
acceso. Se puede crear una red de área local virtual (VLAN) en un switch de capa 2 para 
reducir el tamaño de los dominios de difusión, similares a los dispositivos de capa 3. Por lo 
general, las VLAN se incorporan al diseño de red para facilitar que una red dé soporte a los 
objetivos de una organización. Si bien las VLAN se utilizan principalmente dentro de las 
redes de área local conmutadas, las implementaciones modernas de las VLAN les permiten 













      2.1 Objetivo General 
Diseñar una red capaz de administrar  la información de una empresa que tiene sede en 
diferentes ciudades, utilizando packet Tracer. 
2.2 objetivos específicos 
 
 configurar la red para interconectar las ciudades. 
 Diseñar el protocolo de enrutamiento, para dicha red. 
 Establecer los dispositivos necesarios para el funcionamiento de la red. 
 Realizar configuración de dispositivos. 
















3. DESARROLLO DE ACTIVIDAD 
 
Escenario: Una empresa de Tecnología posee tres sucursales distribuidas en las 
ciudades de Bogotá, Medellín y Bucaramanga, en donde el estudiante será el 
administrador de la red, el cual deberá configurar e interconectar entre sí cada uno 
de los dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, protocolos de enrutamiento y demás 
aspectos que forman parte de la topología de red. 
 
1. Configurar el direccionamiento IP acorde con la topología de red para cada 








2. Configurar el protocolo de enrutamiento OSPFv2 bajo los siguientes criterios: 
 
Verificar información de OSPF 





















 Visualizar el OSPF Process ID, Router ID, Address summarizations, Routing Networks, and passive 







3. Configurar VLANs, Puertos troncales, puertos de acceso, encapsulamiento, Inter-VLAN 







4. En el Switch 3 deshabilitar DNS lookup  
 
5. Asignar direcciones IP a los Switches acorde a los lineamientos.  
 
 
6. Desactivar todas las interfaces que no sean utilizadas en el esquema de red.  
Desactivar todas las interfaces que no sean utilizadas en el esquema de red. 
S1(config)#interface range fastEthernet 0/4-23 
S1(config-if-range)#no shutdown 
 
S1(config-if-range)#do sh ip int bri 
Interface              IP-Address      OK? Method Status                Protocol 
  
FastEthernet0/1        unassigned      YES manual up                    up 
  
FastEthernet0/2        unassigned      YES manual up                    up 
  
FastEthernet0/3        unassigned      YES manual up                    up 
  
FastEthernet0/4        unassigned      YES manual down                  down 
  
FastEthernet0/5        unassigned      YES manual down                  down 
  
FastEthernet0/6        unassigned      YES manual down                  down 
  
FastEthernet0/7        unassigned      YES manual down                  down 
  
FastEthernet0/8        unassigned      YES manual down                  down 
  
FastEthernet0/9        unassigned      YES manual down                  down 
  
FastEthernet0/10       unassigned      YES manual down                  down 
  
FastEthernet0/11       unassigned      YES manual down                  down 
  
FastEthernet0/12       unassigned      YES manual down                  down 
  
FastEthernet0/13       unassigned      YES manual down                  down 
  
FastEthernet0/14       unassigned      YES manual down                  down 
  
FastEthernet0/15       unassigned      YES manual down                  down 
  
FastEthernet0/16       unassigned      YES manual down                  down 
  
FastEthernet0/17       unassigned      YES manual down                  down 
  
FastEthernet0/18       unassigned      YES manual down                  down 
  
FastEthernet0/19       unassigned      YES manual down                  down 
  
FastEthernet0/20       unassigned      YES manual down                  down 
  
FastEthernet0/21       unassigned      YES manual down                  down 
  
FastEthernet0/22       unassigned      YES manual down                  down 
  
FastEthernet0/23       unassigned      YES manual down                  down 
  
FastEthernet0/24       unassigned      YES manual up                    up 
  
Vlan1                  unassigned      YES manual administratively down down 
  






S3#sh ip int brie 
Interface              IP-Address      OK? Method Status                Protocol 
  
FastEthernet0/1        unassigned      YES manual up                    up 
  
FastEthernet0/2        unassigned      YES manual up                    up 
  
FastEthernet0/3        unassigned      YES manual up                    up 
  
FastEthernet0/4        unassigned      YES manual down                  down 
  
FastEthernet0/5        unassigned      YES manual down                  down 
  
FastEthernet0/6        unassigned      YES manual down                  down 
  
FastEthernet0/7        unassigned      YES manual down                  down 
  
FastEthernet0/8        unassigned      YES manual down                  down 
  
FastEthernet0/9        unassigned      YES manual down                  down 
  




7. Implementar  DHCP and NAT for IPv4  
8. Configurar R1 como servidor DHCP para las VLANs 30 y 40.  
Configurar R1 como servidor DHCP para las 
VLANs 30 y 40. 
ip dhcp excluded-address 192.168.30.1 192.168.30.30 
ip dhcp excluded-address 192.168.40.1 192.168.40.30 
 
9. Reservar las primeras 30 direcciones IP de las VLAN 30 y 40 para configuraciones estáticas 
 
Reservar las primeras 30 direcciones IP de las VLAN 30 
y 40 para configuraciones estáticas. 
! 
ip dhcp pool ADMINISTRACION 
 network 192.168.30.0 255.255.255.0 
 default-router 192.168.30.1 
 dns-server 10.10.10.11 
ip dhcp pool MERCADEO 
 network 192.168.40.0 255.255.255.0 
 default-router 192.168.40.1 
 dns-server 10.10.10.11 
 
 
10. Configurar NAT en R2 para permitir que los host puedan salir a internet  
Configurar NAT en R2 para permitir que los host 
puedan salir a internet 
R2(config)# interface s0/0/0 
R2(config-if)# ip nat outside 
R2(config-if)# interface s0/0/1 






11. Configurar al menos dos listas de acceso de tipo estándar a su criterio en para restringir o permitir 
tráfico desde R1 o R3 hacia R2.  
 
12. Configurar al menos dos listas de acceso de tipo extendido o nombradas a su criterio en para 
restringir o permitir tráfico desde R1 o R3 hacia R2. 
 
ping desde un equipo de la vlan 30 que no es el 192.168.30.37 y esta denegando los 









 13. Verificar procesos de comunicación y redireccionamiento de tráfico en los routers mediante el uso 
de Ping y Traceroute. 
 















Con este trabajo se logra diseñar una red capaz de interconectar una empresa con sede en 
diferentes ciudades, donde se pudo asignar  ip, configurar routers, switch  para el 
funcionamiento de la red.  
Para configurar esta red fue necesario conocer cada una de los comandos  de configuración 
de los dispositivos, así como tener claro la función  de redes  VLAN. El router entre Vlan 
ayuda a las redes conmutadas  de forma local a comunicarse entre sí. 
Los routers no filtran tráfico de manera predeterminada. El tráfico que ingresa al router se 
enruta solamente en función de la información de la tabla de routing. El filtrado de paquetes 
controla el acceso a una red mediante el análisis de los paquetes entrantes y salientes y la 
transferencia o el descarte de estos según criterios como la dirección IP de origen, la 
dirección IP de destino y el protocolo incluido en el paquete. Un router que filtra paquetes 
utiliza reglas para determinar si permite o deniega el tráfico. Un router también puede 
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