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В современных реалиях можно говорить о том, что пространство 
Internet-сетей играет огромную роль в жизни людей. Через сеть люди 
узнают последние новости, обмениваются сообщениями и т. д. Так 
же в интернете огромное множество различных тематических групп 
и сообществ по интересам. Одними из таких являются экстремист-
ские «паблики» и сайты. Феномен их появления можно объяснить 
процессами, которые протекают вне сети Интернет – конфликты на 
религиозной почве, религиозный радикализм, экстремизм, неравенс-
тво, коррупция, отсутствие продуманной социальной политики и т. п. 
А Интернет – это инструмент, который можно использовать в благих 
или деструктивных целях. Как отмечается современными исламо-
ведами – не имеет смысла уничтожать экстремистов, на их место 
придут новые. Гораздо важнее искоренить саму причину появления 
экстремистских веяний в обществе. Для этого необходима разработка 
системы, позволяющей сделать это. 
Основная функция информационных ресурсов экстремистов – 
вербовка новых членов, с помощь активного продвижения своих идей 
среди групп лиц, которые подвержены влиянию со стороны, а также 
создание в их глазах негативного образа того, против чего направлена 
основная деятельность экстремистов. В агитации делается упор на 
молодежь из малообеспеченных семей, из сел и маленьких городов, 
на лиц, имеющих тяжелое материальное положение, как на самые 
внушаемые социальные слои, поскольку одним из эффективных при-
емов вербовки является гиперболизация тех преимуществ, которые 
молодые люди получат, вступив в ряды экстремистов. 
На протяжении многих лет данная система вербовки была харак-
терна для Северного Кавказа, но в последнее время деятельность 
религиозных экстремистских агитационных центров стала широко 
распространена на территории всей России. Данные центры ведут 
свою деятельность на базе мечетей и исламских центров, где посредс-
твом проповедей и распространения специфической литературы вер-
буется молодежь. Следует различать религиозных фундаменталистов 
и религиозных экстремистов. Первые, хоть и призывают к возврату 
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к истокам религии, однако, не переходят грань насилия [1]. Тогда как 
вторые, переходят к активным действиям, призывам нарушать закон. 
Противодействие экстремизму в информационной сфере важ-
но, т. к. лишает радикалов мощного инструмента – всемирная сеть. 
Поскольку, если отсутствует пропаганда и агитация, то отсутствует 
приток неофитов в ряды экстремистов. Правовая сторона вопроса, 
закреплена Уголовным Кодексом Российской Федерации, ст.280, где 
в пункте 2 отдельно освещается вопрос о пропаганде экстремизма 
в сети Internet. «Публичные призывы к осуществлению экстремист-
ской деятельности —…совершенные с использованием средств мас-
совой информации либо информационно-телекоммуникационных 
сетей, в том числе сети «Интернет», — наказываются принудительны-
ми работами на срок до пяти лет с лишением права занимать опреде-
ленные должности или заниматься определенной деятельностью на 
срок до трех лет или без такового либо лишением свободы на срок до 
пяти лет с лишением права занимать определенные должности или 
заниматься определенной деятельностью на срок до трех лет» [Цит. 
по 2].
Основным законом, принятым для регулирования данного 
вопроса, является Федеральный закон от 25 июля 2002 г. N 114–ФЗ 
«О противодействии экстремистской деятельности» (с изменениями 
и дополнениями), где подробно прописаны все необходимые дейс-
твия, направленные на противоборство экстремистской деятельности. 
В рамках данной статьи нам необходимо обратить внимание на пунк-
ты 8,11-13, где прописаны основные положения, закрепляющие мето-
ды противоборства экстремизму в информационном поле, а также 
возможные санкции и способы противодействия действиям экстре-
мистов [3].
Принимая во внимание данные факторы, мы можем говорить 
о том, что эффективная система противодействия экстремизму 
в информационном поле должна опираться на законы, принятые 
в государстве. Однако, правильная социальная политика и научные 
исследования проблемы должны учитываться в деле борьбы с экстре-
мизмом в молодежной среде и пропаганды. Таким образом, эффек-
тивная система профилактики молодежного экстремизма в информа-
ционном поле должна включать в себя следующие пункты:
1. Профилактическая работа с молодежью в сети и вне её, направ-
ленная на осознание опасностей экстремизма, например: понимание 
правил функционирования слова в сети, культура и безопасность 
поведения в Интернете, понимание попыток вербовок в сети. Это все 
должно быть дополнено формированием личной психологической 
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и социальной зрелости, которая не позволит увлечься экстремистски-
ми идеями.
2. Создание в Интернете и прессе свободных дискуссионных 
площадок, на которых в открытую возможно было бы решать набо-
левшие социальные вопросы, толкающие молодёжь к радикальному 
поведению. 
3. Создание и продвижения ориентированных на молодежную 
аудиторию гуманистических проектов, связанных с веротерпимостью, 
свободой вероисповедания, идеями дружбы и братства, которые мог-
ли бы предложить лучшую альтернативу. 
4. Оперативная работа органов безопасности, направленная на 
выявление экстремистских сообществ в сети.
Итак, можно сделать вывод, что современные системы противо-
действия экстремизму в информационном поле и системы профи-
лактики экстремизма среди молодежи должны быть актуальными 
и объективными. Выстроенные на основных правовых принципах, 
они должны дополнять существующие законы и быть логическим 
продолжением существующих положений. Информационная безо-
пасность является базисом для профилактики экстремизма в моло-
дежной среде, поскольку при реализации всех возможных контрмер 
эффективность профилактики увеличивается в несколько раз.
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