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Seznam uporabljenih kratic 









asinhroni prenosni način 
PVC Parmanent Virtual Channel trajni navidezni kanal 
BB Backbone router hrbtenični usmerjevalnik 
BGP Border Gateway Protocol protokol obrobnega protokola 









protokol za izmenjavo label z 
omejitvami 
DWDM 
Dense Wavelangth Division 
Multiplexing 
multipleksiranje na osnovi valovnih 
dolžin 
Eth Ethernet 
Omrežje, ki ga uvrščamo v skupino 
omrežij po standardu IEEE 802.3 
EXP experimental poskusno 
FEC Forward equivalnce class posredovalni razred 
FR Frame Relay blokovno posredovanje 




generično ovijanje pri usmerjanju 
HFC Hzbrid Fibre Coax 
hibridno omrežje iz optičnih in 
koaksialnih kablov 
IP Internet Protocol internetni protokol 
IPSec IP Security varnost v internetnem protokolu 
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L1 Layer 1 prvi sloj 
L2 Layer 2 drugi sloj 
L3 Layer 3 tretji sloj 
LACP 
Linking Aggregation Control 
Protocol 
signalizacijski protokol 
LDP label distribution protocol protokol za distribucijo label 
LER Label Edge Router 
robni usmerjevalnik pri komutaciji 
na osnovi label 
LIB Label Information Base informacijske baza label 
LSP label switched path labelno komutirana pot 
LSR label switched router labelno komutirani usmerjevalnik 
MAC Media Access Control Sodostop do skupnega medija 
MPLS 
Multi protocol label 
Switching 





prikrivanje virtualizacije transporta 
PE Provider Edge ponudnikov rob 
PW Pseudo Wire 
signalizacijski protokol navideznih 
vodov 
RSVP resource reservation protocol protokol z rezervacijo virov 
RSVP-TE RSVP-Traffic Engineering RSVP-prometni inženiring 
SHDSL 
Symmetrcal High-speed 
Digital subscriber Line 
hitri simetrični digitalni naročniški 
vod 
STP Spanning Tree Protocol protokol vpetega drevesa 
TDM Time Division Multiplexing časovno razvrščanje 
TTL Time To Live življenska doba 
VDC Virtual Device Context virtualizacija na nivoju naprave 
VLAN Virtual Local Area Network navidezno lokalno omrežje 
VoIP Voice over Internet Protocol 
telefonija preko internetnega 
protokola 
VoP Voice over Packet govor preko paketnega omrežja 
VP Virtual Path navidezna pot 
vPCs Virtual port Channels navidezna vrata 
VPN Virtual Private Network navidezno zasebno omrežje 








Diplomsko delo predstavlja migracijo komunikacijskega omrežja iz zastarelih 
tehnologij v najsodobnejše na primeru Pošte Slovenije, ki je s tem želela ohraniti 
konkurenčno prednost v družbi. Nadgradnja tehnologije je potekala v dveh fazah. 
 
Prenova se je začela pri pristopnem omrežju, kjer so bili izvedeni prehodi iz 
zastarele Frame – Relay tehnologije na MPLS. Temu je sledila faza prenove 
hrbteničnega omrežja, ki je obsegala zamenjavo mrežnih stikal na treh centralnih 
vozliščih in zamenjava DWDM multiplekserjev z novejšimi, saj so obstoječa optična 
vlakna veliko bolj izkoriščena. 
 
Z nadgradnjo si je družba pridobila mnogo koristi. Na eni strani zmanjšala 
stroške rednega poslovanja (IP POS terminali, bankomati, IP telefonija, LOTO itd., 
ki so sedaj priklopljeni na lastno omrežje), na drugi pa svojim strankam ponudila 
nove storitve (e-arhiviranje, podatkovni centri, računalništvo v oblaku,…). 
 
Tehnologije, ki so pri prenovi največ prispevale pri povišanju kapacitet prenosa 
podatkov so: MPLS, ki s pomočjo labeliranja paketov in brez nepotrebnih poizvedb 
oziroma odločanj veliko hitreje prenaša podatke od vstopne do izstopne točke. 
Napredek je opazen tudi pri tehnologiji DWDM, ki je svoje kapacitete prenosa, glede 
na stanje pred prenovo, nekajkrat povečala. Tudi stikala so povišala svoje 
propustnosti s pomočjo novih tehnologij, kot sta port channel in Pseudowire, idr. 
 
Ključne besede: hrbtenično omrežje, pristopno omrežje, nadgradnja omrežij, 





The thesis presents the migration of a communication network from an 
outdated to an up-to-the-minute one. For Pošta Slovenije this was of utmost 
importance to keep the competitive edge of the company. 
The upgrading process consisted of two stages. The modernisation was first 
begun in the access network, where the transition from the outdated Frame-Relay 
technology to MPLS was made. This was followed by the renewal of the backbone 
network, which included the replacement of network switches at three central hubs 
and a replacement of DWDM multiplexers with newer ones, which make better use 
of the existing optical fibres.  
The upgrading has greatly benefited the company, which has (among other 
things) also reduced its operating costs (IP POS terminals, ATM machines, IP 
telephony, LOTO, etc. are now connected to its own network) and customers are 
offered new services (e-archiving, data centres, cloud computing, etc.). 
The technologies which had the greatest impact in terms of increasing the 
capacity of data transfer are: MPLS, which by labelling parcels and without any 
unnecessary searches and decisions enables a much faster data transfer from the 
entry point to the exit point. Progress is also noticed in DWDM technology, which 
has multiplied its transfer capacities in comparison to the capacities before the 
upgrading. The new switches have also had an increased throughput, which was 
enhanced by new technologies, such as port channel and Pseudowire, etc. 
 
Key words: backbone network, access network, upgrade network, MPLS, 




1  Uvod 
Današnji čas zaznamuje visoka tehnologija na področju komunikacije. Vsako 
podjetje stremi k temu, da njegova komunikacija poteka varno, zanesljivo in hitro, 
zato tudi v okviru svojih finančnih zmožnosti investira v posodobitve. V ospredje 
prihajajo potrebe po številnih online storitvah, ki zahtevajo hitrejše prenose in 
najnovejše tehnologije. Tega so se zavedali tudi v Pošti Slovenije, d. o. o. Maribor, 
zato so se odločili za prenovo obstoječega omrežja.  
 
Na Pošti Slovenije se je za prenos podatkov uporabljala standardizirana 
omrežna tehnologija Frame-Realy (FR) in je bila le enkrat izvedena nadgradnja 
hitrosti. V številnih poslovalnicah je bil že dosežen največji možen dvig hitrosti, ki 
ga je omogočala tehnologija FR. 
 
Na Pošti Slovenije se je povečal obseg izvajanja storitev in aplikacij na poštnih 
poslovalnicah, ko so začeli s prodajo predplačniških kartic, loterije, interneta, 
intraneta, e-mail, IPPS terminalov, bankomatov itd. Ker obstoječa omrežna 
tehnologija ni dopuščala vseh teh storitev, so poiskali novo alternativo blokovnega 
posredovanja, ki z uporabo simetričnega prenosa podatkov omogoča večje kapacitete. 
Na koncu so na Pošti Slovenije izbrali MPLS VPN L2 storitve. 
 
Kakovost komunikacijskih storitev je odvisna od arhitekture omrežja, kjer 
ločimo: 
 hrbtenično omrežje, ki povezuje posamezne in regionalne ter informacijske 
centre Pošte Slovenije, 
 pristopno omrežje, ki povezuje poštne poslovalnice do regijskih vozlišč in 
 LAN omrežja, ki so izgrajena na vseh lokacijah Pošte Slovenije. 
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Pri takih omrežjih se uporabljajo različne tehnologije, kot na primer pri 
hrbteničnem omrežju DWDM (angl. Dense Wavelenght Division Multiplex) ali 
Nexus platforma s Cisco opremo,... Vse to bomo spoznali v diplomskem delu, kot 
tudi tehnologije, ki se uporabljajo pri pristopnem omrežju npr.: MPLS (angl. 
Multiprotocol Label Switching) z VPN L2 storitvijo, podatkovne centre itd. 
 
Za zanesljivo delovanje komunikacijskih storitev ni dovolj, da imamo 
vrhunsko opremo in sodobne tehnologije. Kakovost teh storitev se začne že pri 
iskanju ustrezne prostorske razmestitve za vso potrebno infrastrukturo. Pomemben je 
tudi potek in izvedba povezav do odjemalcev, urejanje dokumentacije ter odzivni 
časi in usposobljenost vzdrževalcev. 
 
V diplomskem delu želimo predstaviti potek prenove pristopnega omrežja na 
Pošti Slovenije ter ugotoviti, kakšne so njene prednosti in slabosti. Opisana je tudi 
uporabljena Cisco Nexus platforma, ki odigra ključno vlogo pri podatkovnih centrih. 
Diplomska naloga je sestavljena iz šestih poglavij, ki so tematsko razdeljena v štiri 
sklope. V prvem sklopu je opisano obstoječe stanje pred prenovo, v drugem so 
opisani razlogi za prenovo, tretji sklop je namenjen postopku nadgradnje in 
pridobitve z nadgradnjo, četrti pa podrobno opisuje vse pomembnejše tehnologije, ki 
se jih danes uporablja v računalniškem omrežju. 
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2  Obstoječe omrežje 
Obstoječe omrežje skrbi za povezave poštnih poslovalnic z regijskimi vozlišči, 
ki se nato povezujejo s centralnima vozliščema v Ljubljani in Mariboru. Povezava 
med centralnim vozliščem v Ljubljani in centralnima vozliščema v Mariboru spada v 
domeno hrbteničnega omrežja, medtem, ko vse ostale povezave štejemo kot del 
pristopnega omrežja. 
2.1  Začetno stanje 
Omrežje Pošte Slovenije je bilo na fizičnem nivoju realizirano preko 
Telekomovega omrežja tako, da so bile poslovalnice povezane preko FR-ATM 
protokola, delno na strežniku v Ljubljani, delno na strežniku v Mariboru. Ti dve 
strežniški lokaciji sta bili med seboj povezani preko zastarelega optičnega sistema in 
centralnih stikal Cisco 6500. Takšna povezljivost je omogočala samo osnovne 
storitve za redno poslovanje. Omrežje ni bilo odzivno, niti zanesljivo niti fleksibilno. 
2.2  Arhitektura 
Globalno komunikacijsko omrežje Pošte je po arhitekturi bilo razdeljeno na 
dva nivoja, in sicer hrbtenično in pristopno omrežje [1] kot je vidno iz slike 2.1. 
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Slika 2.1:  Globalno komunikacijsko omrežje Pošte [1] 
 
2.2.1  Hrbtenično omrežje 
Hrbtenična omrežja pomenijo jedro širokopasovne telekomunikacijske 
infrastrukture vsake države, temeljijo pa predvsem na infrastrukturi optičnih vlaken. 
V Sloveniji ima najbolj razvejano omrežje optičnih vlaken Telekom Slovenija in 
podjetja, ki so bila še pred kratkim v državni lasti, kot so ELES, Slovenske železnice, 
DARS in so za lastne potrebe vzpostavile telekomunikacijske infrastrukture za lastne 
potrebe [2, str. 15.] 
 
V Pošti Slovenije je hrbtenično komunikacijsko omrežje visokih kapacitet, ki 
povezuje posamezne regionalne ali druge informacijske centre Pošte Slovenije. Poleg 
visokih kapacitet je za hrbtenično omrežje značilna zahteva po zelo veliki stabilnosti 
in razpoložljivosti omrežja. To dosežejo s pomočjo polne redundance naprav in 
povezav v tem segmentu omrežja. Hrbtenično omrežje na Pošti sestavljajo 
komunikacijske naprave proizvajalca Cisco, in sicer usmerjevalniki serij 3640, 3660, 
7206VXR in stikala serije 6500. Usmerjevalniki ali stikala vedno nastopajo v 
redundančnih parih. Primarni hrbtenični usmerjevalniki Cisco 7206 VXR so med 
seboj povezani s primarnim hrbteničnim omrežjem, ki ga predstavljajo ATM 
povezave kapacitet (od 10 do 34 Mbps na STM1 optičnih povezavah). Primarna 
hrbtenična stikala Cisco 6500 so med seboj povezana preko DWDM optičnega 
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prenosnega sistema Cisco ONS15530 kapacitete 10 Gbps. Nadomestni hrbtenični 
usmerjevalniki Cisco 3600 so med seboj povezani preko nadomestnega hrbteničnega 
omrežja, ki ga predstavlja omrežje zakupljenih povezav kapacitete 2 Mb/s.  
 
Hrbtenično omrežje pošte je sestavljeno iz štirih centralnih vozlišč in šestih 
regijskih vozlišč. Centralna vozlišča so: uprava Maribor, PLC Maribor, PLC 
Ljubljana in PE Ljubljana. Regijska vozlišča v Sloveniji se nahajajo v Poslovnih 
enotah Kopra, Nove Gorice, Kranja, Novega mesta, Celja in Murske Sobote. 
 
Na sliki 2.2 so prikazane povezave med centralnimi in regijskimi vozlišči. 
 
Slika 2.2:  Povezave med centralnimi in regijskimi vozlišči [1] 
 
2.2.2  Pristopno omrežje 
Poštne poslovalnice so povezane do centralnih ali regijskih vozlišč preko 
pristopnega omrežja. Vsaka poštna poslovalnica je povezana preko Telekomovega 
omrežja direktno v regijsko vozlišče. 
 
22 2  Obstoječe omrežje 
 
Pristopno omrežje na Pošti temelji na usmerjevalnikih Cisco serije 1700, 1800, 
2600 ter na FR-ATM komunikacijskih povezavah kapacitet od 128 kb/s do 2 Mb/s. 
Sestavljeno je iz 548 vozlišč poštnih poslovalnic, ki so neodvisno ena od druge 
povezane v posamezna regijska vozlišča, kot je razvidno iz slike 2.3. 
 
Slika 2.3:  Pristopno omrežje Pošte [1] 
Iz slike so razvidne povezave med poštnimi poslovalnicami do centralnega ali 
regijskega vozlišča. To so vozlišče PE Koper, PE Nova Gorica, PE Kranj, PE 
Murska Sobota, PE Celje, PE Ljubljana, in PE Novo mesto. 
 
Pristopno omrežje Pošte Slovenije mora zagotavljati nemoteno delovanje 
informacijskih storitev, ki jih ponujajo na poštnem okencu posamezne poslovalnice. 
 
2.2.3  LAN omrežje 
Ko govorimo o omrežju nikakor ne moremo mimo pojma, kot je LAN, ki 
povezuje računalnike ter druge naprave znotraj enega objekta. Njegov namen je 
omogočiti izmenjavo podatkov uporabnikom na isti lokaciji. V današnjem času je 
ethernet najširše uporabljena tehnologija v lokalnih omrežjih (LAN), saj je cenovno 
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ugoden, istočasno pa usklajuje hitrost, njegova namestitev je enostavna, deluje s 
hitrostjo 10, 100 in 1000 MB/s, kar zadovoljuje trenutne potrebe majhnih in domačih 
poslovnih omrežij ter visoke zmogljivosti omrežne hrbtenice. Osnova za LAN 
omrežje je nastala v 60. letih 20. st. na havajski univerzi, kjer so imeli veliko 
razpršenih računalnikov in so jih želeli povezati med seboj. Tako so razvili WAN in 
ga poimenovali ALOHA [3, str. 311-327] .  
 
Ethernet ima danes več kot 100 milijonov uporabnikov po celem svetu. V 
zadnjih letih se je na področju Etherneta pojavilo kar nekaj inovacij, ki so 
pripomogla k večjemu pretoku podatkov. Hitrost skozi Ethernet omrežje se je tako 
povečala iz 10 Mbit/s na 10 Gbit/s, določene izboljšave protokola pa so omogočile 
tudi večji fizični doseg Ethernet tehnologije telekomunikacij [4] .  
 
Na poštnih poslovalnicah so nameščena LAN stikala Cisco 2950 serije (z 12, 
24 in 48 vrati), v regijskih informacijskih centrih in drugih enotah pa so nameščena 
LAN stikala Cisco serij 3524, 3548, 3508 in 3550. Na centralni lokaciji je tako 
pristopno omrežje izvedeno s stikali Cisco 3548, 3508 in 3550, hrbtenično omrežje 
pa s centralnim redundantnim stikalom Cisco serije 6513. V Ljubljani je hrbtenično 
omrežje izvedeno s podobnim stikalom Cisco 6509, pristopno omrežje pa je 
izvedeno s stikali Cisco 2950-48 [1], kot prikazuje slika 2.4. 
 
Slika 2.4:  LAN omrežje poštne poslovalnice [1] 
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Lokalna omrežja so postavljena na vseh lokacijah Pošte Slovenije. Število 
aktivnih priključkov v lokalnih omrežjih Pošte sega od 4 pa do nekaj sto in celo tisoč 
priključkov. Lokalna omrežja na enotah Pošte se med seboj razlikujejo predvsem v 
odvisnosti od velikosti enote. Tako na večini enot oz. na vseh tistih lokacijah, kjer je 
manj kot 100 aktivnih priključkov, običajno nimajo ločenih LAN-hrbteničnih in 
LAN-pristopnih stikal. Ko je aktivnih priključkov več kot 100, se ločujeta pristopno 
LAN omrežje in hrbtenično LAN omrežje [1]. 
2.3  Storitve obstoječega omrežja 
Pred prenovo omrežja je bilo stanje tako, da je pristopno omrežje potekalo 
preko privatnega omrežja (VPN) ponudnika storitev (Telekom Slovenije), katero je 
podpiralo samo komunikacijo zastarele programske opreme UPO (Univerzalno 
Poštno Okence). Bankomati, POS terminali, reklamni zasloni,...so za delovanje 
izkoriščali komunikacijo preko klasičnega modemskega dostopa. 
2.4  Stroškovni vidik 
Vzdrževanje zastarele opreme je postalo drago, saj taka oprema zahteva večje 
število posegov, posledično tudi večje število zaposlenih, ki skrbijo za nemoteno 
delovanje. Prav tako so rezervni deli za zastarelo tehnologijo težko dobavljivi in 
dragi. Poslovalnice so morale imeti, za vsako posamezno storitev, večje število 
najetih komunikacijskih priključkov, modemov, povezav, kar je še dodatno povišalo 
redne mesečne stroške za osnovne storitve. 
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3  Razlogi za nadgradnjo 
Politika družbe na Pošti Slovenije sledi IT trendom, omogoča nemoteno 
uporabo novih storitev, zadovoljitev strank, ki tudi predstavljajo dobrobit podjetju. 
Tako se je odločila za postopno prenovo celotnega komunikacijskega omrežja. 
Najprej s prenovo pristopnega, nato še hrbteničnega in nazadnje še LAN omrežja 
znotraj poštnih poslovalnic, ki na nivoju segmentacije LAN-a ni zadoščalo. 
 
Razlogi za nadgradnjo so: 
 politika družbe, 
 širitev ponudbe, nove storitve, 
 nove poslovalnice, 
 hčerinske družbe, 
 zastarela mrežna oprema, 
 nadgradljivost/skalabilnost omrežja, 
 arhitektura (physical topology) ostaja enaka. 
 
Politika družbe temelji k vlaganjem v nenehne izboljšave lastnega 
komunikacijskega omrežja. S tem želi družba ostati konkurenčna skozi čas na tem 
področju, saj je to ena izmed temeljnih dejavnosti družbe. 
 
Da bi podjetje ostalo konkurenčno na trgu mora svoje storitve razširiti in 
izpopolniti oz. zgraditi poslovni center, ki bi omogočal IT storitve, kot npr: digitalna 
pisarna, najem strojne opreme, virtualni disk, portal za dokumente, online pisarniška 
orodja, zakonsko skladno izvajanje e-hrambe,… 
 
Družba odpira nove poslovalnice kot pogodbene pošte, za katere je značilno da 
nimajo lokalnega strežnika, ampak se vse poslovanje izvaja direktno na oddaljenih 
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strežnikih v podatkovnih centrih. Za tak način poslovanja je nadgradnja omrežja 
ključna za odzivnost sistema. 
 
Pošta Slovenije ima še nekaj hčerinskih družb, ki pri svojem rednem 
poslovanju uporabljajo komunikacijsko omrežje Pošte Slovenije. Gre za družbe: PS 
Moj Paket (spletna trgovina), PS zavarovalno zastopništvo (zavarovalne storitve), 
Elektronsko pismo Pošte Slovenije,… 
 
Zastarela oprema je lahko razlog za višje stroške vzdrževanja, število okvar je 
večje zaradi dotrajanosti opreme, hitrosti so nižje,.. Nova oprema omogoča bistveno 
večjo skalabilnost oz. lažjo nadgradljivost. S tem mislimo predvsem na možnost 
izgraditve vzporednega omrežja samo z dokupom programske licence ipd. 
 
Trenutna arhitektura omrežja je dobra, problem je samo v prepustnosti zaradi 
uporabe zastarelih tehnologij. Ohranitev arhitekture zagotavlja tudi enako prostorsko 
razmestitev omrežne opreme in povezav, kar je za nadgradnjo dobro. Z ohranitvijo 
enake arhitekture je postopek nadgradnje cenejši in hitrejši. 
 
Glavni razlog za prenovo pristopnega omrežja so bile omejene pasovne širine, 
ki so bile na voljo v poštnih poslovalnicah z obstoječo tehnologijo Frame – Relay. 
Obstoječa tehnologija Frame-Relay ima omejeno kapaciteto prenosa podatkov do 2 
Mb/s. 
 
Razlog za nadgradnjo hrbteničnega omrežja so bili obstoječi optični sistemi 
prenosa, ki niso zadostovali trenutnim in bodočim prometnim zahtevam. Prav tako 
tudi komunikacijska oprema na centralnih vozliščih ni bila fleksibilna in je ni bilo 
več mogoče posodabljati. 
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Izvedba nadgradnje je vključevala načrtovanje, pripravo, simulacijo, izvedbo, 
testiranje in zaključek. Poleg strokovnjakov iz področja informacijskih tehnologij na 
Pošti Slovenije so sodelovali tudi zunanji sodelavci iz podjetja SRC, Telekom in 
GVO. 
4.1  Nadgradnja pristopnega omrežja 
Nadgradnja pristopnega omrežja na Pošti Slovenije se je izvedla z migracijo 
blokovnega posredovanja Frame – Relay s privatnimi GRE/IPSec tuneli preko 
storitev MPLS VPN L2 ponudnika storitev – Telekoma Slovenije.  
 
Glede na zmožnosti in ponudbo komunikacijskih povezav in storitev, ki se 
pojavljajo na trgu, je smotrno razmišljati o centralizaciji komunikacijskih povezav 
pristopnega omrežja. Kakor hitro govorimo o centralizaciji je potrebno upoštevati 
faktor zanesljivosti in faktor razpoložljivosti. Faktor razpoložljivosti povečamo z 
redundanco vstopnih točk na centralni strani – centralna točka, faktor zanesljivosti pa 
z redundanco logičnih povezav na obeh centralnih točkah. 
 
Pri načrtovanju prenove je bila tudi upoštevana možnost izpada linije, zato so 
bile zagotovljene tudi redundančne povezave. V kolikor pride do prekinitve primarne 
logične povezave se avtomatsko aktivira sekundarna logična povezava, ki se 
zaključuje v drugi centralni točki (Ljubljana ali Maribor). 
 
Primarne logične povezave za PE Kranj, PE Nova Gorica, PE Koper, PE 
Ljubljana in PE Novo mesto se zaključujejo v centralnem vozlišču na PE Ljubljana, 
medtem ko se primarne logične povezave za posamezne poštne poslovalnice PE 
Maribor, PE Celje in PE Murska Sobota zaključujejo v centralnem vozlišču na PLC 
Maribor. 
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Slika 4.1:  Povezave v globalnem omrežju Pošte [1] 
Primarna ali sekundarna logična povezava je izgrajena glede na ISO/OSI 
referenčni model. Na prvem nivoju L1 je kot prenosni medij uporabljen baker ali 
optika. Na drugem nivoju L2 so uporabljeni ethernet priključki, SHDSL in optika 
preko MPLS VPN L2 ponudnika storitev, na tretjem nivoju L3 pa je uporabljeno 
privatno kompleksno IP naslavljanje (GRE/IPSec) tunelov. Logični primarni in 
sekundarni povezavi sta izgrajeni iz GRE tunelov. GRE tunel poskrbi za prenos 
usmerjevalnih in podatkovnih paketov preko IP omrežja ponudnika storitev in IPSec 
se uporabi za šifriranje prometa z naprednimi šifrirnimi algoritmi (AES256). 
 
Z nadgradnjo pristopnega omrežja med centralnimi vozlišči in poštnimi 
poslovalnicami je bila pridobljena večje kapaciteta prenosa podatkov. Na poštnih 
poslovalnicah, kjer je optični priključek se je kapaciteta prenosa povečala na 10 
Mbps, na poštnih poslovalnicah, kjer je SHDSL pa se je kapaciteta prenosa povečala 
na 4 Mbps/4 Mbps. Z vzpostavitvijo storitve MPLS je bila zagotovljena popolnoma 
neodvisnost na L2 nivoju od ponudnika storitev, s tem nižji stroški, varen prenos 
prometa in centralizacija postavitve [1]. 
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4.2  Nadgradnja hrbteničnega omrežja 
Razvoj podatkovnih centrov na osnovi enotne arhitekturne strukture odpravlja 
potrebo po vzporednih omrežjih za shranjevanje v računalniških omrežjih. Na tak 
način se zmanjša število strežniških vmesnikov in s tem potrebna infrastruktura, ki je 
povezana s kabli in stikali. Podatkovni centri vedno bolj stremijo k modelu, ki je 
osredotočen na storitve v katerih igra omrežje osrednjo vlogo v organizaciji. Glede 
na to, smo se na Pošti Slovenije odločili, da vložimo v novo mrežno infrastrukturo. 
Nadgradnja hrbteničnega omrežja je bila dobro premišljena, saj se ni dotaknila 
arhitekture omrežja, ampak je zajela le posodobitev obstoječih povezav med 
podatkovnimi centri oz. centralnimi vozlišči. Izvedla se je v dveh fazah.  
 
Prva faza je zajela posodobitev optičnega sistema, kjer smo zamenjali mrežna 
stikala na centralnih vozliščih. V ta namen smo nabavili mrežne naprave Cisco 
Nexus series 7000, ki so sodobna stikala prihodnosti. Posodobitev obstoječih 
optičnih povezav smo izvedli na relacijah mariborski optični obroč, kjer obroč 
povezuje podatkovna centra UPRAVA Maribor, PLC Maribor in tretjo lokacijo PBS 
v Mariboru. Druga posodobitev optične povezave pa je bila opravljena na relaciji 
PLC Maribor  in PLC Ljubljana.  
 
Za povezavo med centralnimi vozlišči smo uporabili optični sistem prenosa 
DWDM proizvajalca Cisco. Gradnik posameznega vozlišča je več-storitvena 
platforma ONS15454 M6 MSTP (Multi-service Transport Platform) - več o tem je 
zapisano v zadnjem poglavju tega diplomskega dela. 
 
Najpomembnejše komponente DWDM sistema sestavljajo programsko 
nastavljivi optični multiplekserji, kompenzatorji barvne disperzije, optični 
ojačevalniki, ki nam zagotavljajo možnost prenosa poljubnih prenosnih matrik; od 
FiberChannel hitrosti 2, 4, 8 GbpsFC do GigabitEthernet oz 10GigabitEthernet 
protokolov enojno ali podvojeno. 































PSU FAN SUP FAB IOM
FAB 1 FAB 2 FAB 3




2 3 4 5 6 7 8
1
   2
11
   12
13
   14
23
   24
25
   26
35
   36
37
   38
47
   48







































































































































































































PSU FAN SUP FAB IOM
FAB 1 FAB 2 FAB 3




2 3 4 5 6 7 8
1
   2
11
   12
13
   14
23
   24
25
   26
35
   36
37
   38
47
   48






























































































































































































































PSU FAN SUP FAB IOM
FAB 1 FAB 2 FAB 3




2 3 4 5 6 7 8
1
   2
11
   12
13
   14
23
   24
25
   26
35
   36
37
   38
47
   48







































































































































































































PSU FAN SUP FAB IOM
FAB 1 FAB 2 FAB 3




2 3 4 5 6 7 8
1
   2
11
   12
13
   14
23
   24
25
   26
35
   36
37
   38
47
   48



































































































































































































































































PSU FAN SUP FAB IOM
Status ID
F3
PORT GROUP 1 PORT GROUP 2
1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16
PORT GROUP 3 PORT GROUP 4
17 18 19 20 21 22 23 24 25 26 27 28 29 30 31 32
PORT GROUP 5 PORT GROUP 6
33 34 35 36 37 38 39 40 41 42 43 44 45 46 47 48
Status ID
F3
PORT GROUP 1 PORT GROUP 2
1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16
PORT GROUP 3 PORT GROUP 4
17 18 19 20 21 22 23 24 25 26 27 28 29 30 31 32
PORT GROUP 5 PORT GROUP 6
33 34 35 36 37 38 39 40 41 42 43 44 45 46 47 48
OI
N77-DC-3KW

















































































PSU FAN SUP FAB IOM
Status ID
F3
PORT GROUP 1 PORT GROUP 2
1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16
PORT GROUP 3 PORT GROUP 4
17 18 19 20 21 22 23 24 25 26 27 28 29 30 31 32
PORT GROUP 5 PORT GROUP 6
33 34 35 36 37 38 39 40 41 42 43 44 45 46 47 48
Status ID
F3
PORT GROUP 1 PORT GROUP 2
1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16
PORT GROUP 3 PORT GROUP 4
17 18 19 20 21 22 23 24 25 26 27 28 29 30 31 32
PORT GROUP 5 PORT GROUP 6
33 34 35 36 37 38 39 40 41 42 43 44 45 46 47 48
OI
N77-DC-3KW




































































































































Slika 4.2:  Povezave med podatkovnimi centri 
Slika 4.2 prikazuje povezavo med tremi podatkovnimi centri, in sicer PLC 
Ljubljana, PLC Maribor in UPR Maribor. Za izgradnjo omrežja smo postavili in 
priklopili Cisco Nexus mrežna stikala. Na lokaciji PLC-MB in UPR-MB smo 
postavili Cisco Nexus-a 7009 in na lokaciji PLC Ljubljana pa Cisco Nexus 7706 
serijo stikal. Za optične povezave med lokacijami PLC Ljubljana in PLC MB, med 
PLC MB in UPR MB ter med PLC LJ in UPR MB smo za prenos podatkov uporabili 
tehnologijo DWDM in s tem ustvarili privatni MPLS oblak. Prenos podatkov med 
lokacijama PLC LJ in PLC MB je 10 Gbit/s v obe smeri, med lokacijama PLC LJ in 
UPR MB 1 Gbit/s in med lokacijama PLC MB in UPR MB 2x10 Gbit/s. Spodnja 
tabela prikazuje MAC in IP naslove logičnih mrežnih naprav na posameznih 
lokacijah. 
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LOKACIJA VDC MAC IP 
PLC MB POSTA 8478.ac17.3425 10.120.90.121 
HOSTING 8478.ac17.3426 10.120.90.122 
PLC LJ POSTA 188b.45d8.ce4e 10.10.99.101 
HOSTING 188b.45d8.ce4f 10.10.99.102 
UPR MB POSTA 8478.ac17.039b 10.120.90.101 
HOSTING 8478.ac17.039c 10.120.90.102 




Poštni del je med seboj povezan preko povezovalnega sloja L2, podprtega s 
tehnologijo Ethernet. Ethernet podpira VLAN, ki omogoča logično segmentacijo 
naprav, ne glede na njihovo fizično lokacijo. Slika 4.2 prikazuje primer konfiguracije 
VLAN-ove naprave: 
 
Slika 4.3:  Konfiguracija VLAN-ove naprave 
Kjer je VLAN ID Vlan1201 in IP naslov naprave 10.250.201.1. 
 
NX-OS omogoča združevanje dveh ali več fizičnih ethernet vmesnikov v 
skupni logični kanal ali Port Channel. Stikalo smo nastavili tako, da smo združili dva 
fizična vmesnika v en logični kanal. S tem smo povečali prepustnost, zanesljivost 
oziroma robustnost in uravnotežili obremenitve po kanalih. Konfiguracijo NX-OS 
prikazuje slika 4.4. 
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Slika 4.4:  Konfiguracija fizičnih vmesnikov 
Oznaka Eth1/47 pomeni: 1. modul na stikalu, 47 pa vmesnik na modulu. 
Vmesnika Eth1/47 in Eth2/47 sta en port channel proti stikalu, ki se nahaja v 
Mariboru. Za vzpostavljanje in vzdrževanje zveze skrbi signalizacijski protokol 
LACP (Link Agreggation Control Protocol). 
 
Slika 4.5:  Konfiguracija navideznih vodov 
Slika 4.5 prikazuje konfiguracijo stikala POSTA za prenos paketov iz naprave 
HOSTING skozi MPLS omrežje. Prikazuje nastavitve PW (Pseudowire) oz. 
enkapsulacijo MPLS paketov. V tem primeru so vse hosting naprave PLC MB, PLC 
LJ in UPR MB povezane preko navideznih vodov skozi MPLS omrežje. Taki metodi 
prenosa pravimo PW ali pseudowire, ki pakete enkapsulira v vstopu v MPLS 
omrežje in ob izstopu PW se paketi ponovno razstavijo. 
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Slika 4.6:  Povezave navideznih vodov 
Črtkane črte na sliki 4.6 prikazujejo pseudowire povezave. Te so identificirane 
z ID PW-ja. HOSTING napravo na PLC LJ smo preko vmesnika Eth1/1 fizično 
povezali na vmesnik Eth1/45 na napravo POSTA, vendar se ti dve napravi ne vidita 
in sta ločeni na logičnem nivoju med seboj. 
 
Na drugi lokaciji PLC MB smo fizično povezali napravo POSTA preko 
vmesnika Eth5/23 na vmesnik Eth5/3 z napravo HOSTING. Na tretji lokaciji UPR 
MB smo fizično povezali POSTA preko vmesnika Eth6/22 na vmesnik Eth6/4 
naprave HOSTING. Prav tako se tudi ti dve napravi POSTA in HOSTING na teh 
lokacijah med sabo ne vidijo, ker so nastavljeni v ločeni omrežji. Na vseh treh 
lokacijah je delovanje (prenos paketov) enako. Iz HOSTING naprave paketi vstopajo 
skozi L2 vmesnik na vmesnik L3 naprave POSTA. Vse kar pride notri na vmesnik 
L3 se zapakira v PW in potujejo skozi MPLS omrežje na drugo stran, na drugo 
lokacijo, tam se na izhodu L3 vmesnika naprave POSTA razpakirajo PW paketi in 
izstopajo na L2 vmesniku naprave HOSTING. 
 
Takšen pristop k izvedbi povezav nam omogoča zelo fleksibilen pristop za 
kasnejšo izvedbo virtualnih stikal s pomočjo VPLS tehnologije, virtualnih 
usmerjevalnikov s pomočjo MPLS VPN L3 tehnologije ali kot izvedbo neodvisnih 
Ptp povezav s pomočjo PW tehnologije. 
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Z namestitvijo novega pristopnega in hrbteničnega omrežja si je Pošta 
postavila temelje za zagotovitev komunikacijskih povezav z obstoječim segmentom 
oz. sistemom komunikacijskih povezav, kot so novi UPO, IP POS terminali, 
bankomati, reklamni LCD zasloni, video nadzor, zaledna delovna mesta, Športna 
Loterija, LOTO, WEB aplikacije (EVENTIM, MOBI kartice). Povečala se je 
zmogljivost dejavnosti in s tem dodatna možnost za dopolnilne storitve, kot so: IP 
telefonija, podatkovni centri, PosITa(Cloud storitve), Web Poštno Okence, 
eSpremnica itd. 
5.1  Video nadzor 
V skladu z Zakonom o varstvu osebnih podatkov (ZVOP- Ur. l. RS, št. 
94/2007) opravljajo na Pošti tudi video nadzor svojih prostorov. Avgusta 2012 je z 
operativnim delovanjem pričel delovati Varnostni nadzorni center (VNC) na Pošti, ki 
je predstavljal enega od načrtovanih dodatnih varnostnih ukrepov podjetja. 
 
V projekt je Pošta že vložila 480.000 € in se tako uvrstila med najbolj 
tehnološko sodobne sisteme na poštah, ki naj bi jih postavili na vseh 556 poštah po 
celotni Sloveniji. Projekt se je pričel leta 2012, ko je bilo z VNC opremljenih 150 
pošt, nato se nadaljeval v letu 2013, leta 2014 pa se je projekt v celoti zaključil. 
Celotna vrednost projekta je narastla na približno 2,4 milijonov €.  
 
Prednostna naloga video nadzora je spremljanje svojih vozil po Sloveniji s 
sistemi sledenja GPS in sistemi za posredovanje alarma v sili [5]. Prostori so 
opremljeni z visoko ločljivostnimi kamerami in prek medmrežja povezani z 
varnostnim nadzornim centrom, ki je lociran v PLC Maribor. Video nadzor omogoča 
neposreden nadzor nad dogajanjem v objektu, dokumentiranjem dogodkov in 
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pojavov ter uporabo posnetkov za potrebe dokazovanja v primeru izvršenih 
kriminalnih ravnanj [5].  
 
VNC v Mariboru je centralna točka, ki spremlja nadzor nad več kot 400 
kamerami po poštnih poslovalnicah, kjer se slikovne informacije video nadzornega 
sistema stekajo preko informacijske mreže. Največja prednost VNC-ja je v tem, da 
lahko preko komunikacijske mreže direktno spremlja dogajanja na vseh poštah, ki so 
opremljene z video nadzorom. Podatke hrani Pošta v centrali, sam sistem pa ji 
omogoča tudi nadzor nad delovanjem in vzdrževanjem sistema.  
 
Celoten sistem je programsko podprt s sistemom detekcije in alarma. Ker so 
kamere povezane s proti ropnim (anti-theft) sistemom, omogoča policiji on-line 
dostop do nadzornega sistema Pošte. S celotnim video nadzorom upravljajo 
zaposleni na Pošti, ki imajo možnost v vsakem trenutku spremljati dogajanja 
neposredno iz katerekoli poslovalnice, ki je opremljena z video nadzornim sistemom 
ali s pregledovanjem arhiva. 
 
Iz VNC se preko informacijske mreže stekajo slikovni materiali iz nadzornih 
kamer po poštah. Opremljanje z video nadzorom je Pošta opravila s svojimi kadri, ki 
tudi pregledujejo arhiv iz katerekoli poslovalnice opremljene z videno nadzorom. S 
tem je Pošta v največji meri izkoristila svojo globalno komunikacijo mrežo. Sam 
sistem je močno programsko podprt, skupaj z že vgrajenimi sistemi pa omogoča 
detekcijo izrednih dogodkov in učinkovito alarmiranje pristojnih organov. VNC na 
Pošti je namenjen tudi preprečevanju morebitnih kaznivih dejanj zaposlenih [5]. 
5.2  E-storitve 
Pošta je z nadgradnjo omrežja razširila svojo klasično ponudbo s sodobnimi 
elektronskimi storitvami. S svojo lastno IT in gradbeno infrastrukturo zagotavlja 
varno e-poslovanje. Poleg plačevanja računov s karticami opravljanje še druge 
storitve, kot so: razvijanje fotografij, pošiljanje telegramov, izdaja digitalnih potrdil, 
najem e-poštnih predalov, akreditirane storitve e-hrambe itd. 
 
Digitalna potrdila so kvalificirana kot varen elektronski podpis, ki je 
enakovreden lastnoročnemu podpisu, kot izhaja iz 15. člena Zakona o elektronskem 
poslovanju in elektronskem podpisu. Digitalno kvalificirano potrdila ima dva ključa 
(javni in privatni), eden je namenjen digitalnemu podpisu, drugi pa kriptiranju. 
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Prednost digitalnega potrdila je v tem, da lahko uporabnik z dokumenti, ki so bili 
šifrirani za njega, od overitelja zahteva svoj zasebni ključ in tako prebere dokumente 
namenjene njemu [6]. Za izdajo digitalnega potrdila je Pošta registrirana kot javna 
certifikatska agencija POŠTA*CA [7].  
 
Digitalna potrdila lahko Pošta izdaja pravnim in fizičnim osebam, ki si na 
portalu moja.posta.si. Z varnimi e-predali omogoča varno, zanesljivo in verodostojno 
posredovanje digitalnih dokumentov. Ker je Pošta akreditiran ponudnik e-hrambe 
digitalnega gradiva, vsi digitalni dokumenti imajo status avtentičnosti in celovitosti, 
kar Pošta zagotovi s časovnim žigosanjem vsakega posameznega dokumenta, ki je v 
njihovi hrambi. Sistem e-hrambe je varovan z več nivojskim sistemom, kar omogoča 
zaznavo in preprečevanje vdorov v omrežje nepooblaščenim osebam. Dodatno je 
sistem varovan še s protivirusnim sistemom [7].  
 
Infrastruktura je ključnega pomena za kakovostno zagotavljanje storitev portala 
moja.posta.si, zato je vsa v lasti Pošte. Sestavljajo jo IT – oprema, lokacija, prostori, 
varni informacijski centri, komunikacije, podporni sistemi, kot je hlajenje, video 
nadzor, senzorji gibanja, protipožarni sistem, omejitve, nadzor fizičnega dostopa itd. 
Vsa oprema se nahaja na ozemlju Slovenije [6]. 
5.3  IP telefonija 
Z nadgradnjo omrežja na Pošti smo zagotovili uporabo IP (Internet Telefonije), 
kar pomeni prenos govora po Protokolu IP. Voice over IP (VoIP) protokol je del 
skupine "Voice Over Packet" (VoP) protokolov, katerih standardi obstajajo zlasti za 
Frame Relay in ATM omrežja, vendar se pojem razširjeno uporablja kot Voice Over 
IP (VoIP) ali internetna telefonija, ki označuje prenos podatkov govora preko 
katerega koli paketnega omrežja [8] . 
 
Prednosti IP telefonije so v [8] : 
 povečanju produktivnosti zaposlenih (integracija telefonije z ERP in CRM 
sistemi, integracija z Microsoft Outlook, glasovna pošta, mobilnost 
uporabnikov...), 
 prihrankih pri mesečnih stroških telefonije (prihranek pri naročninah, klicih v 
fiksna, mobilna omrežja...), 
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 transparentnosti poslovanja (evidenca klicev, tarifiranje in obračunavanje 
klicev...) 
 
Pošta Slovenije ima implementirano Cisco IP telefonsko rešitev Cisco Unifield 
CallManager7835-I3 v.7.1. appliance. Glasovni prehod se izvaja preko Cube-ba 
Cisco3945E-VSEC s 30 kanalnim E1/PRI vmesnikom z IP Voice programsko 
opremo [9] . 
 
Cisco IP združujejo govorne, video, podatkovne in mobilne aplikacije v fiksnih 
in mobilnih omrežjih in pospešuje čas odločanja, čas transakcije pa se manjša. 
Telefonija IP omogoča komunikacijske storitve vsem zaposlenim na pošti, ne glede 
na to ali se nahajajo na sedežu, v podružnici ali na terenu, saj prenaša glasovno 
komunikacijo prek omrežja z internetnim protokolom, ki temelji na odprtih 
standardih. Shemo delovanja IP telefona prikazuje slika 5.1. 
 
Slika 5.1:  Shema IP telefona [10] 
Protokol IP je najpomembnejši komunikacijski protokol, kjer promet poteka od 
izvora do ponora na podlagi internetnega naslova. Usmerjanje prometa izvajajo 
usmerjevalniki s pomočjo usmerjevalnih tabel. 
5.4  Podatkovni centri 
Na podlagi dolgoletnih izkušenj, ki jih je Pošta pridobila z izgradnjo velikega 
in razpršenega informacijskega sistema z namenom podpreti delo zaposlenih pri 
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osnovnih poštnih storitvah, je pri izgradnji novih elektronskih storitev ponudila v 
najem tudi prostor v varnih sobah (Lampertz). Do leta 2012 je tako izgradila že 4 
varne sobe v skupni izmeri več kot 400 m
2 
[6].  
Pri gradnji računalniškega centra, ki bo zadostil vsem standardom, visoki 
razpoložljivosti in možnostim okrevanju smo na Pošti upoštevali kriterije za 
izgradnjo podatkovnega centra, ki so [6]: 
 ustrezna geografska lokacija, 
 ustrezna potresna varnost, 
 gradbena ureditev, 
 fizična varnost in kontrola pristopa, 
 zadostna oskrba z električno energijo, 
 sistem neprekinjenega napajanja. 
 tehnično hlajenje, 
 protipožarna zaščita, 
 zaščita pred vdori vode in pred elektromagnetnimi vplivi. 
Podatkovni centri so izvedeni z modularno celico - Lampertz, ki zagotavlja 
visok nivo zaščite pred potresom, elektromagnetnimi udari, plini, tekočinami, 
prahom, vlomi in drugimi okoljskimi vplivi. Fizični nadzor nad podatkovnimi centri 
zagotavlja varnostna služba, ki izvaja kontrolo vstopa v območje Pošte in opravlja 
redne varnostne obhode. 
Prav tako Pošta zagotavlja tehnično varnost, in sicer s kombinacijo alarmnih 
senzorjev, kontrolo pristopa in video nadzorom. Poskrbljeno je tudi za proti požarno 
zaščito, ki je izvedena s kombinacijo avtonomnega prilagojenega gasilnega sistema 
ter podvojenega sistema za zaznavo požara. Pred izpadom električne energije vse 
podatkovne centre ščiti tudi podvojeno napajanje iz dveh različnih virov in dveh 
različnih smeri. Opremljeni morajo biti tudi z dodatnim virom napajanja iz agregata. 
Istočasno pa je v njih zagotovljena pravilna delovna temperatura s potrojenim 
sistemom klimatskih naprav [6]. 
 
Pri gradnji podatkovnega centra smo na Pošti upoštevali vse kriterije za 
gradnjo: lokacija, varnost, oskrba z elektriko, hlajenje, požarna zaščita,..., zato se 
novo izgrajeni podatkovni center uvršča med najsodobnejše na tem območju. 
Njegovo delovanje prikazuje slika 5.2. 
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Slika 5.2:  Poslovni center XaaS - "Anything as a Service" [11] 
Glavna funkcija podatkovnih centrov je zagotavljanje neprekinjenosti 
poslovanja, zagotavljanja IT kot storitve in hitrost komunikacijske povezave. 
Ključno vlogo pri tem nosi struktura in organizacija podatkovnega centra.   
 
Vse to Pošta zagotavlja z danes vedno bolj uveljavljenimi modeli storitev 
računalništva v oblaku: IaaS, PaaS, SaaS, ki ravno tako zahtevajo neprekinjeno 
delovanje [11]. 
5.5  Certifikatska agencija POŠTA*CA 
Pošta ima registrirano javno certifikatsko agencijo POŠTA*CA, ki izdaja 
kvalificirana digitalna potrdila pravnim in fizičnim osebam ter nastopa na tržišču kot 
komercialni overitelj časovnih žigov. Kvalificirana digitalna potrdila podpirajo varen 
elektronski podpis, ki je glede podatkov v elektronski obliki enakovreden 
lastnoročnemu podpisu, kot je določeno v 15. členu Zakona o elektronskem 
poslovanju in elektronskem podpisu – ZEPEP (Ur. l. RS, št. 57/2000). Normalizirana 
digitalna potrdila zagotavljajo enak nivo varnosti oziroma zaupanja kot kvalificirana 
in so namenjena uporabi za vse ostale namene brez pravnih omejitev po ZEPEP. V ta 
namen Pošta omogoča svojim strankam varno in zakonsko posredovanje 
dokumentov v digitalni obliki preko varnih elektronskih predalov med uporabniki 
sistema moja.posta in poslovna.posta, za kar ima tudi pri Arhivu RS potrjena 
notranja pravila s storitvijo E-Arhiv, kjer zagotavlja varno hrambo digitalnih 
podpisov ter ostalih digitalnih dokumentov 12. 
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6  Uporabljene tehnologije in opisi 
Spodaj opisane tehnologije so le del tehnologij, ki gradijo komunikacijsko 
omrežje Pošte Slovenije. Navedene so najpomembnejše, ki so v trenutku pisanja tudi 
najbolj razširjene in aktualne. Predhodno jih nismo podrobno opisovali, ampak smo 
zanje namenili celotno poglavje. 
6.1  Optično omrežje 
Zaradi nenehnega razvoja tehnologije prihaja do multimedijske konvergence, 
kjer se zvoki, slike, podatki prenašajo po različnih omrežij in platformah. Te 
omogočajo takšno zlitje multimedijskih vsebin, ki so dostopne ob vsakem času in 
čim širšemu krogu uporabnikov. 
Na kakovost komunikacije vpliva zapleten splet različnih tehnologij. Omrežje 
je prepleteno v plasteh, ki je sestavljeno iz različnih elementov, in sicer od 
primernega prostora, električnega napajanja, bakrenih kablov ali optičnih vlaken, 
povezovalnih tehnologij do kompleksnejših omrežij. V optičnih omrežjih se 
uveljavlja nova tehnologija WDM ki učinkovito izrablja frekvenčno območje 
optičnih vlaken. Prav tako omogoča nenehno večanje prenosnih kapacitet in uporabo 
večine že uporabljenih transportnih protokolov. 
 
WDM deluje preko elektromagnetnega spektra. Vsak IR kanal prenaša več  
radijskih frekvenc v kombinaciji s FDM ali časovno ločitvijo TDM. Uporabe WDM 
s TDM ali FDM lahko podatke v različnih oblikah in na različnih hitrostih istočasno 
posreduje ne eno vlakno 13. 
 
Kabelska industrija, kot jo poznamo danes, je nastala pred 40 leti. Do pred 
približno desetimi leti je bil kabelski sistem izključno povezan s koaksialnim 
kablom. Danes se projektirajo kabelske mreže, v katerih so implementirani predvsem 
optični kabli. Taki sistemi se imenujejo Hybrid Fibre/Coax (HFC) oz. hibridno 
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optične koaksialne mreže. Z njihovim koriščenjem inštaliramo optične kable iz 
glavne postaje do vozlov, kateri so locirani blizu objektov. Prednost HFC mreže je 
očitna zaradi obstoječih karakteristik optičnih kablov (veliki prepustni obseg in nizka 
občutljivost na šum in interferenco).  
 
WDM tehnologija omogoča prenašanje dveh ali več neodvisnih optičnih 
signalov skozi eno optično vlakno na različnih valovnih dolžinah. Veliko let je 
poznan prenos v obseženih valovnih dolžinah od 850, 1300 in 1550 nm, ker te 
valovne dolžine zagotavljajo minimalno izgubo optičnega signala. 
 
Koriščenje valovnih dolžin izven oken je praktično nemogoče zaradi 
ogromnega slabljenja signala. Rešitev je koriščenje valovnih dolžin, ki so zelo blizu 
v tretjem optičnem oknu od 30 nm. To je DWDM, ki je prikazan na sliki 6.1 med 
dvema točkama [14]. 
 
Slika 6.1:  DWDM med dvema točkama[14] 
DWDM tehnologija se uporablja za izvedbo popolnih optičnih mrež, med 
katere spada predvsem FTTH (angl. Fiber To The Home-optika do mize) mreža. 
Ključni moment razvoja takih omrežij je komercialni razvoj optičnih naprav, katere 
omogočajo popolno izkoriščanje potenciala takih omrežij. DWDM tehnologija 
omogoča formiranje več optičnih poti s pomočjo samo enega fizičnega vlakna. Da bi 
izkoristili novo tehnologijo je potreben niz optičnih elementov. DWDM prenos pa 
vseeno ni tako enostaven, pazljivi moramo biti na disperzijo optičnega vlakna, 
linearnost ojačanja in na optično stabilnost naprave.  
 
Pomanjkljivosti DWDM sta draga oprema in omejitev življenjskega ciklusa. 
Pri DWDM je potrebno uporabljati nova optična vlakna Non-Zero Dispersion 
Shifted Fiber zaradi vrednosti parametra pri kromatski disperziji. Tabela 6.1 nam 
prikazuje razliko med parametri standardnih in novih optičnih vlaken. 
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 G.652 
Standard Single Mode Fiber 
G.655 
Non-Zero Dispersion Fiber 
[1550 nm] 0,21 dB/km 0,22 dB/km 
kromatska disperzija 17 ps/nm*km 4,5 ps/nm*km 
Tabela 6.1:  Parametri optičnih vlaken [14] 
V relativnem smislu je lahko primerjati popolno optično mrežo z navadno 
optično mrežo. Optični kabel z več vlakni postane superset, posamezno vlakno 
znotraj tega vlakna pa lahko označimo kot virtualni optični kabel. Dalje lahko 
posamezno valovno dolžino znotraj tega večplastnega kabla obravnavamo kot 
virtualno vlakno. Glede na navedeno DWDM sistemi omogočajo potencialne 
prednosti tako pri digitalnem, kot pri analognemu CATV prenosu. Prevlada DWDM 
tehnologije v CATV mrežah pa je prav pri optični hrbtenici, šele nato sledi 
implementacija v HFC mrežah.  
 
Optične hrbtenice so načeloma zelo dolgi sistemi. Najdaljši taki sistemi v ZDA 
so dolgi več kot 500 km. Taki sistemi se vedno več gradijo in koristijo za prenos 
podatkov z veliko hitrostjo na področju telefonije in drugih storitev. Manjši sistemi 
kombinirajo klasični digitalni prenos za govor in podatke, do čim se za prenos 
videosignala uporabljajo močni linearni sistemi, ki delujejo v tretjem oknu (1550 
nm). 
 
Povsem jasno je, da je izgradnja novih digitalnih hrbtenic s pomočjo DWDM 
tehnologije ekonomsko upravičena glede na število optičnih vlaken in elektro-
optičnih napravah, kar pomeni velik prihranek na ekonomskem in operativnem 
planu. Obstajajo tudi veliki potencialni prihranki v prihodnosti skozi implementacijo 
iste tehnologije v HFC mrežah.  
Glede na število potrebnih optičnih vlaken se z DWDM tehnologijo njihovo 
število zmanjša do 67 % z enako možnostjo uporabe. Prednosti DWDM tehnologiji 
lahko sklenemo s tem, da se z njo zmanjšajo stroški za ožičenje in njihovo 
instalacijo, zmanjšajo se stroški za elektroniko, poveča se varnost delovanja, hitrejši 
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6.2  Več protokolna komutacija z zamenjavo label (MPLS) 
Zanimanje za MPLS je v zadnjih letih s strani ponudnikov bilo vedno večje, 
predvsem zaradi več protokolne komutacije z zamenjavo label. Prve zamisli o 
protokolu za upravljanje pretoka so se poredile že leta 1994, ko je Toshiba 
predstavila Cell Switch Router, leta 1996 pa je skupina Ipsilon, Cisco in IBM 
napovedala načrte za preklapljanje, vendar njihova tehnologija ni dosegla 
prevladujočega položaja na tržišču. Prvi MPLS se je začel uporabljati ob koncu 20. 
st. za potrebe prometnega inženiringa, danes pa je pomemben predvsem pri 
vzpostavljanju navideznih zasebnih omrežij (VPN). 
 
MPLS je tehnologija, ki skrbi za učinkovito posredovanje, usmerjanje in 
preklapljanje prometnih tokov skozi omrežje. Je zelo prilagodljiv mehanizem, ki ni 
odvisen od protokola prometa in ni vezan na nobeno tehnologijo 
Layer1(L1)/Layer2(L2) oz. na noben protokol Layer3 (L3). Njegovo delovanje je 
osredotočeno med plastjo podatkovne povezave (L2) in omrežno plastjo (L3), zato se 
ga pogosto imenuje kot protokol »sloj 2,5«. Na tak način se doseže velika hitrost pri 
posredovanju podatkov skozi omrežja, istočasno pa omogoča kakovostne storitve. 
Rdeča barva na sliki 6.2 prikazuje pot skozi omrežje MPLS [15]. 
 
Slika 6.2:  Vzpostavitev povezave v omrežju MPLS [15] 
Glavna funkcija MPLS je ločitev posredovalnih funkcij od funkcij usmerjanja. 
MPLS se uporablja za napreden način posredovanja paketov, ki zamenjuje 
posredovalni mehanizem, njegovo usmerjanje pa še vedno temelji na klasičnih 
usmerjevalnih protokolih IP. 
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Protokol IP deluje po principu najboljše dostave paketov, nima pa mehanizma 
za zanesljivo in kvalitetno prenašanje po omrežju. Omrežje lahko pakete tudi zavrne, 
vendar se to zgodi le zaradi njegove preobremenitve, na splošno pa velja, da v 
primeru manjših obremenitev paket lahko malo zakasni, pri večjih pa je ta dostava 
velika in nepredvidljiva [16]. 
 
Označevanje IP naslovov v MPLS se vrši s preprostimi labelami fiksne 
dolžine, ki jih uporabljajo različne tehnologije za preklapljanje in posredovanje 
paketov. Ob vstopu paketa IP iz dostopnega omrežja v hrbtenično omrežje MPLS, ki 
je sestavljeno iz dveh osnovnih vozlišč, in sicer iz robnih in hrbteničnih 
usmerjevalnikov, se vsakemu IP dodeli določen ekvivalent [17]. 
6.2.1  MPLS usmerjevalniki 
Naprave, ki povezujejo omrežja so usmerjevalniki. Njihova naloga je, da na 
podlagi zbiranja in vzdrževanja informacij, le te usmerja na izbrani naslov oz. jih 
posreduje na ustrezna izhodna vozlišča. Pri tem usmerjevalnik uporablja ciljni naslov 
in usmerjevalne tabele. Proces usmerjevalnega sistema prikazuje slika 6.3. 
 
Slika 6.3:  Procesa usmerjevalnega sistema [18] 
 
Naprave, ki sodelujejo v MPLS mehanizmu sta robni usmerjevalnik LER in 
labelno komutiran usmerjevalnik LSR. LER usmerjevalniki so naprave, ki delujejo 
na robu med dostopnim omrežjem in MPLS omrežjem. Povezana so z več vrati v 
dostopna omrežja, kot so Ethernet, ATM, Frame Relay, kjer vhodni promet 
posredujejo v MPLS omrežje, izhodni MPLS pa posreduje naprej v ustrezno 
dostopno omrežje. Ker leži med IP in MPLS, njegovi vmesniki temeljijo na labeli oz. 
vmesnikih MPLS in klasičnih IP vmesnikih. Paketu, ki vstopi iz zunanjega omrežja 
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preko klasičnega IP vmesnika v omrežje MPLS, se doda labelo, ki se nato posreduje 
na ustrezni vmesnik MPLS. Paketi potujejo skozi LER v obe smeri, zadnji LSR pa 
paketu odstrani labelo in ga prepošlje na ustrezni IP vmesnik. 
 
LSR so zelo hitri usmerjevalniki v jedru MPLS omrežja, ki sodelujejo pri 
vzpostavitvi labelno komutiranih poti z uporabo ustreznega signalizacijskega 
protokola in pri hitri komutaciji podatkovnega prometa po vzpostavljenih poteh. LSR 
z zamenjavo label na osnovi vhodne labele paketa na vhodnem vmesniku ugotovi v 
tabeli vhodno-izhodih vmesnikov izhodno labelo in izhodni vmesnik za dani paket, 
temu nato sledi zamenjava labele paketu in posredovanje le-tega na določen izhodni 
vmesnik. Delovanje hrbteničnega usmerjevalnika LSR prikazuje slika 6.4. 
 
Slika 6.4:  Zamenjava label[18] 
 
Za arhitekturo omrežja MPLS so pomembni še gradniki in komutirana pot. 
Eden izmed gradnikov MPLS omrežja je FEC, ki predstavlja širok spekter podatkov 
in so namenjeni skozi izhodni usmerjevalnik. FEC predstavlja skupino paketov, ki 
imajo enake zahteve za prenos skozi omrežje. IP-pakete združimo v ekvivalentne 
posredovalne razrede FEC na podlagi določenih parametrov, nato pa se glede na 
pripadnost določenemu razredu doda še ustrezno labelo, ki je dolga 32 bitov in je 
sestavljena iz več polj, kot prikazuje slika 6.5. 
 
Slika 6.5:  Zgradba labele MPLS [19] 
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Iz slike 6.5 izhaja [19]: 
 vrednost labele (ang. Labela Value)  dolžine 20 bitov, ki dejansko nosi vrednost 
labele, daje informacije o omrežnem protokolu in o nadaljnjem posredovanju 
paketa skozi MPLS omrežje; 
 polja EXP (ang. Exsperimental)  dolžine 3 bitov, ki še ni definirano, vendar ga 
je možno uporabiti za vrsto storitev; 
 polje S (ang. Stacking) – dolžine 1 bit, ki predstavlja dno sklada in je pomemben 
za določitev hierarhije labele, istočasno pa pove, da je labela zadnja v skladu ali 
ne; 
 polja TTL (ang. Time to Live)  dolžine 8 bitov, ki določa življenjsko dobo 
paketa na njegovi poti skozi MPLS omrežje. 
 
Labela je vstavljena v MPLS glavo in se nahaja med glavo protokola 
povezovalne plasti (L2) in glavo protokola IP(L3) – zato temu radi rečemo L2.5 
6.2.2  Delovanje MPLS omrežja 
Glavna značilnost delovanja MPLS omrežja je hiter prenos podatkov s 
posredovanjem IP-paketov s pomočjo label. Usmerjanje IP-paketov se ne opravlja 
več na podlagi ciljnega naslova, ki se nahaja v glavi IP-paketa, ampak se preklapljajo 
na osnovi label. Ker je vsak IP-paket opremljen z labelo, gre hitreje skozi MPLS 
omrežje, saj se analiza glave IP-paketa in dodelitev FEC-a opravi le na vhodu v 
omrežje MPLS. Da bi IP-paketi potovali preko omrežja MPLS je potrebno pet 
korakov, in sicer [18]: 
 kreirati in distribuirati labele,  
 kreirati tabele v vsakem usmerjevalniku, 
 kreirati labelno komutirano pot LSP, 
 vrivati labele, 
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Delovanje MPLS omrežja prikazuje slika 6.6. 
 
Slika 6.6:  Delovanje MPLS [18] 
Vsak usmerjevalnik vzdržuje lastno bazo podatkov in tabelo LIB, ki vsebuje 
informacije o povezavi labele in ustreznega posredovalnega razreda FEC. Ko so 
znane povezave med razredom FEC in labelo, usmerjevalniki informacijo shranijo v 
tabelo LIB. Komutirana pot poteka od začetne do končne točke v omrežju je LSP 
Tako se lahko FEC, kot LSP, določi pred prenosom podatkov ali pa na osnovi 
odkritega podatkovnega prometa. Izmenjavo in distribucijo label imenujemo LDP 
Vsak usmerjevalnik mora zgraditi tabelo LIB, ki določa mapiranje med labelo na 
vsaki povezavi in FEC-om, ki mu pripada ta tabela.  
 
V vsakem vozlišču se ugotovita izhodni vmesnik in izhodna labela, vhodna pa 
se nato zamenja z novo in se paket posreduje naslednjemu vozlišču. Labelno 
komutirane poti so zaporedje label v vsakemu vozlišču med izvorom in ponorom 
podatkov, ki se vzpostavi ob oddaji podatkov. Labele so identifikatorji nižje ležečih 
protokolov. Labele lahko distribuiramo s protokoli RSVP, RSVP-TE ali CR-LDP. 
Vsak podatkovni paket v glavi vsebuje labelo, ki jo nosi na svoji poti od začetka do 
konca, MPLS pa je tisti, ki omogoča hitro preklapljanje podatkov zaradi label fiksne 
dolžine, ki se nahaja prav na začetku vsakega podatkovnega paketa. Na podlagi label 
nato strojna oprema hitro preklaplja pakete, ki so povezani med seboj. 
6.3  Navidezno zasebno omrežje VPN 
Danes, v dobi interneta, je varnost postala nujna, zato si tudi medsebojnega 
povezovanja brez zaščitnih tehnologij sploh ne moremo več predstavljati. Ena izmed 
teh tehnologij so navidezna zasebna omrežja ali VPN, ki jo uporabljajo podjetja in 
posamezniki povezani v javno omrežje. Pri tem jim VPN omogoča ohranjanje visoko 
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stopnjo zasebnosti ob pomoči določenih protokolov (angl. tunneling protocol) in 
varnostnih postopkov [20]. 
 
Navidezno zasebno omrežje lahko definiramo kot omrežje storitev, ki preko 
skupne omrežne infrastrukture omogoča zasebne mrežne storitve. Točno definicijo o 
VPN si lahko razlagamo na več načinov, kar povzroča danes nekaj nejasnosti na 
področju terminologije in tehnologije. Osnovni vidiki za obravnavo omrežja VPN 
slonijo na funkcionalnih, tehnoloških, varnostnih in upravljavski vidikih, kot 
prikazuje slika 6.7. 
 
Slika 6.7:  Delitev zasebnih omrežij [21] 
VPN gledano s funkcionalnega vidika lahko delimo na oddaljeni dostop in 
povezovanje lokalnih omrežij. Pri oddaljenem dostopu je končni uporabnik pogosto 
mobilni uporabnik, ki je povezan z lokalnim omrežjem. Povezano lahko vzpostavi 
preko javnega komutiranega telefonskega omrežja ali digitalnega omrežja z 
integriranimi storitvami. Osnova pri tej povezavi so tuneli, preko katerih se povežeta 
dve lokaciji. Na tak način je vzpostavljena varna in zanesljiva povezava. Pri 
povezovanju lokalnih omrežij VPN omogoča povezovanje geografsko ločenih 
omrežij v eno omrežje. Glede na lastništvo povezanih lokalnih omrežij pa poznamo 
intranet, kjer je osnova za omrežje organizacija ali podjetje ter ekstranet, ki povezuje 
partnerje z intranetnim omrežjem podjetja [21].  
 
Če pogledamo s tehnološkega vidika se storitve VPN zagotavljajo na prvih 
štirih slojih in na sedmem sloju protokolnega sklada, v okviru drugega in tretjega 
sloja pa VPN delimo na tiste, ki zagotavljajo funkcionalnost na podlagi uporabniške 
opreme ter na rešitve, ki jih ponuja omrežna oprema ponudnika. Z varnostnega in 
upravljavskega vidika pa VPN delimo na varno, zaupno in hibridno omrežje. Varno 
omrežje VPN je omrežje, kjer so tunelski mehanizmi implementirani na podlagi 
šifriranja, pri tem pa mora biti stopnja varnosti vnaprej dogovorjena med vsemi 
udeleženci ter ne nazadnje mora onemogočiti vdor v omrežje tretje osebe. Vsak 
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uporabnik omrežja VPN mora imeti zaupanje, zato je potrebno omogočiti 
spreminjanje VPN le ponudniku storitev, ki lahko tudi spremeni, izbriše podatke v 
okviru povezave VPN. O hibridnem omrežju pa govorimo takrat, ko je varno 
omrežje VPN tudi del zaupnega omrežja VPN, ki je pod nadzorom uporabnika 
storitev ali pa ga nadzoruje ponudnik storitev [21]. 
 
MPLS je primerna tehnologija za graditev VPN, saj nudi izolacijo in 
razločevanje prometa brez dodatne režije. Prav tako MPLS nudi VPN omrežju varno 
povezavo in relativno preprosto konfiguracijo. Pomembna razlika med MPLS in 
ostalimi mehanizmi je v tem, da se le-ta lahko poveže s tehnologijo za prenos IP 
prometa. Mehanizmi, ki jih zagotavlja MPLS so omejeni na omrežje MPLS, ostali pa 
delujejo le na dosegu omrežij IP, ne glede na povezovalni sloj uporabljene 
tehnologije. Cilj MPLS VPN tehnologije je izgradnja takega omrežja, ki deluje kot 
podaljšek zasebne korporativne omrežne infrastrukture preko omrežja ponudnika 
storite. Na ta način lahko povežemo geografsko razpršene lokacije, kot so na primer 
podružnice podjetja in domovi delavcev, v skupno, za uporabnika transparentno 
okolje. 
 
Ne glede za kakšen pristop gre (omrežni ali povezovalni sloj) je največji 
problem širjenje in podpora večjemu številu zasebnih omrežij. V omrežju na tretjem 
sloju bi moral vsak usmerjevalnik podpirati tisoče usmerjevalnikov, na drugem 
nivoju pa že prihaja do težav z razširitvijo, ker so že omejitve transportnega medija, 
pri Ethernetu pa so omejitve števila VLAN na 4096. Pri vseh omenjenih težavah pa 
je rešitev v MPLS tehnologiji [21]. 
6.3.1  MPLS VPN na tretjem sloju (L3) 
VPN L3 je zasebno omrežje, ki s pomočjo hrbteničnega omrežja omogoča 
povezovanje oddaljenih lokacij oz. uporabnikov. Njeno delovanje temelji na IETF 
zahtevku za komentar RFC 2547bis, promet pa poteka preko MPLS tunelov in s 
pomočjo MP-BGP signalizacije. Primer MPLS VPN na tretjem sloju prikazuje slika 
6.8. 
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Slika 6.8:  MPLS VPN na tretjem sloju [22] 
Iz slike 6.8 je razvidno, da je hrbtenični usmerjevalnik MPLS usmerjevalnik 
BB in usmerjevalnik pri stranki BO ki pa ne deluje v MPLS načinu. To je najbolj 
pogost način uporabe MPLS VPN, ki se uporablja po celem svetu, pa tudi v 
Sloveniji. Obstaja možnost, da se MPLS razširi do BO in se tako vzpostavi povezava 
od ene končne točke do druge. Istočasno hrbtenični usmerjevalnik vsebuje še predajo 
navideznih smeri, in sicer tako, da je v enem usmerjevalniku prisotnih več 
neodvisnih usmerjevalnih tabel. Zaradi tega dosežemo, da različni uporabniki MPLS 
omrežja uporabijo iste zasebne IP naslove za svoje VPN, pri tem pa ne vplivajo drug 
na drugega. Na podlagi tega tako kreiramo navidezna omrežja. Prednost VPN L3 je v 
tem, da so le-ta standardizirana, enostavna in jih podpira širok nabor tipov dostopa in 
več topologij hrbteničnega omrežja. Opisana rešitev se lahko razširi in je veliko 
cenejše od prvotnih klasičnih ATM in Frame Relay omrežij [21]. 
6.3.2  MPLS VPN na drugem sloju (L2) 
VPN na drugem sloju temeljijo na klasičnih ATM in Frame Relay omrežij. Pri 
MPLS VPN L2 je najbolj pomembno vzpostavitev tunelov oz. labelno komutiranih 
poti, kot izhaja iz slike 6.9. 
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Slika 6.9:  MPLS VPN na drugem sloju [23] 
Iz slike 6.9 je razvidno, da se za nadzorni protokol pri MPLS VPN na drugem 
sloju uporabljata LDP in BGP, s katerima se vzpostavljajo navidezne poti. VPN L2 
temelji na tehnologiji MPLS tako, da s pomočjo njegovih usmerjevalnikov kreirajo 
tunelske hrbtenične povezave med lokacijami. Njegova prednost pred VPN L3 je v 
tem, da podpirajo velik nabor različnih enkapsulacij, slabost pa je potreba po 
individualni konfiguraciji vsakega navideznega voda. Zaradi tega VPN L2 niso 
najbolj razširjena oz. skalabilna [22]. 
6.4  Navidezni vodi (Pseudowires) 
Navidezni vodi so zveze od točke do točke med pari robnih usmerjevalnikov 
(PE) v omrežju. Njihova funkcija je emulacija storitev kot so ATM, Frame Relay, 
Ethernet in TDM preko ponudnikovega MPLS omrežja. Emulacijo teh storitev 
dosežemo z enkapsulacijo v MPLS format (po t.i. »martini draft« standardu). 
 
Slika 6.10:  Delovanje navideznih vodov [23] 
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Na sliki 6.10 lahko vidimo prikaz delovanja navideznega voda, kot primer 
navideznega zasebnega omrežja VPN 1 od lokacije stranke CE 1 do lokacije CE 3. 
CE 1 pošlje datagram preko priključitvenega vezja (angl. Attachment Circuit) robni 
napravi ponudnika storitev PE 1. Ko robna naprava prejme paket, podajalnik izbere 
navidezni vod, po katerem bo ta paket posredovan, sistem pa generira labelo 
navideznega voda na podlagi FDB vnosa navideznega voda in jo doda paketu, ki ga 
preko tunela pošlje robni napravi PE 2. Ko dospe do naprave PE 2, ta na podlagi 
labele posreduje paket na ustrezno priključitveno vezje. Paket dospe na končno 
destinacijo CE 3. 
 
Opredelitev pojmov: 
Priključitveno vezje – AC je fizična ali virtualna povezava med robno napravo 
stranke in robno napravo ponudnika. V splošnem morajo biti vsi uporabniški paketi 
(vključno s paketi protokolov drugega in tretjega sloja) na priključitvenem vezju 
posredovani soležni lokaciji ponudnika. 
 
Podajalniki, kjer robna naprava ponudnika prejme datagrame, poslane preko 
priključitvenega vezja, podajalnik pa izbere navidezni vod za posredovanje paketov. 
 
Tuneli se uporabljajo za prenos navideznih vodov. V enem tunelu je pogosto 
več navideznih vodov in so to MPLS tuneli. Tunel je direkten kanal med lokalno in 
soležno robno napravo ponudnika za transparenten prenos podatkov med njima. 
 
Enkapsulacija, kjer paketi, posredovani preko navideznega voda, so zapakirani 
v standardni enkapsulacijski obliki in tehnologiji. 
 
Signalizacija navideznih vodov, kjer se trenutno uporabljata dva 
signalizacijska protokola – LDP in BGP. Signalizacijska protokola vzpostavljata, 
vzdržujeta in rušita navidezne vode. 
6.5  Cisco Nexus platforma, stikalo Nexus 7000 serija 
6.5.1  Nexus platforma 
Cisco Nexus 7000 serija stikal je vodilna platforma za preklapljanje med 
podatkovnimi centri. Je visoko prilagodljiva modularna platforma, ki ponuja 
zmogljivo preklapljanje s hitrostjo do 15 terabajtov na sekundo v enem samem ohišju 
in podpira 512 povezav z 10 Gbps, zagotavlja tudi 40- in 100-Gbps ethernet 
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povezave. S tem zagotavlja združevanje in virtualizacijo podatkovnih centrov. 
Stikalo Nexus prinaša veliko izboljšav glede na njegove predhodnike, izpopolnjen 
pretok zraka, integrirano kabelsko upravljanje, vključuje enotne V/I vmesnike in 
visoko razpoložljivo platformo 24.  
 
Z združitvijo najboljših funkcij Cisco-tovega operacijskega sistema SAN-OS 
(angl. Storage Area Network Opreating System) in s Cisco-tovim vmesnikom IOS, 
so razvili operacijski sistem NX-OS. Razvit je bil prav z namenom optimizacije 
trajnosti podatkovnih centrov in združevanje raznolikih omrežij 24. NX-OS 
omogoča operativno odličnost, povečanje na ravni storitev in omogoča izjemno 
operativno prilagodljivost. Glavne značilnosti in prednosti NX-OS vključujejo: 
 virtualizacija na nivoju naprave Virtual device contexts (VDCs), 
 Virtual Port Chanenels (vPCs), 
 neprekinjeno delovanje sistema, 
 zaščita, 
 prikrivanje virtualizacije transporta Overlay Transport Virtualization (OTV), 
 NX-OS Persistent Storage Service, 
 Fabric Path. 
 
Cisco Nexus 7000 serija stikal omogoča virtualizacijo na nivoju naprave 
(VDCs). Vsak nastavljen VDC se predstavlja kot edinstvena naprava, ki deluje kot 
ločen logični subjekt v stikalu. Ima lastno konfiguracijo, programski procesi tečejo 
ločeno od drugih VDC-jev v napravi in omogoča ločeno upravljanje 
administratorjev. VDC uporabnikom omogoča razdeliti en Cisco Nexus stikalo na 
več različnih stikal, kjer vsako deluje kot samostojno. Vsaka enota ima dodeljen 
procesor, vrata in protokole  24. 
 
Virtual Port Channels  vPC je tehnologija za virtualizacijo vmesnikov. 
Omogoča stikalu Cisco Nexus 7000 združiti kot edinstveno Layer 2 logično vozlišče 
za dostop na tem nivoju naprave ali končne točke. VPC omogoča fizično povezavo 
dveh stikal, da so prikazani kot enojni vmesnik na tretjo napravo. Te naprave so 
lahko stikala, strežniki ali pa katerakoli mrežna naprava, ki podpira link aggregation 
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VPC omogoča naslednje tehnične prednosti 25: 
 eliminira blokiranje vrata Spanning tree Protocol (STP), 
 uporablja vso razpoložljivo uplink pasovno širino, 
 omogoča priklop strežnika preko več mrežnih vmesnikov in zna razporediti 
promet med njih v načinu active-active (load balancing), 
 omogoča hitro konvergenco na povezavo ali okvaro naprave, 
 ponuja dvojno aktivno/aktivno privzete prehode za strežnike. 
 
Neprekinjeno delovanje sistema je omogočeno zaradi modularne narave NX-
OS in funkcije kot so In Service Software upgrade (ISSU) in zmogljiv dinamičen 
ponovni zagon procesov. Cisco NX-OS operacijski sistem zagotavlja varnost, 
izjemno zaupnost in celovitost podatkov. Podpira standard IEEE 802.1AE 
povezavno-plastno kriptografijo z 128 bitnim naprednim AES šifriranjem. 
 
Prikrivanje virtualizacije transporta oz. Overlay Transport Virtualization 
(OTV) omogoča razširitev drugega sloja Layer 2 med distribuiranimi podatkovnimi 
centri na katerem koli transportnem sloju Layer 3 omrežja [4]. 
6.5.2  Konfiguracija mrežnega stikala Cisco Nexus 7000 serije na Pošti Slovenije 
Na pošti trenutno razpolagamo s tremi stikali proizvajalca Cisco Nexus 7000 
serije. V nalogi opisujemo stikalo, ki se nahaja na PLC Ljubljana, s katerim sem se 
imel priložnost bolje spoznati. Ostala dva pa se v konfiguraciji bistveno ne 
razlikujeta od tega. 
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Slika 6.11:  Mrežni del podatkovnega centra v Ljubljani 
Slika 6.11 prikazuje mrežni del podatkovnega centra v Ljubljani. Glavno vlogo 
ima stikalo Cisco Nexus 7706, ki je logično razdeljeno na dve ločeni omrežji, kar 
omogoča tehnologija virtualizacija naprave oziroma VDC. Prvo omrežje POSTA 
uporabljamo za lastne storitve, za lastne podatkovne centre, drugo HOSTING pa 
uporabljamo za priklop zunanjih podjetij, ki nam zaupajo svoje komunikacijske 
potrebe. Ta si lahko kreirajo svoja privatna omrežja, podatkovne centre, arhiviranja, 
oddaljena namizja… 
 
Na poštni strani je Nexus 7706 povezan na stikali Cisco serije 5000 in Cisco 
serije 2000. Stikala so med seboj fizično povezana z dvojnim ethernet kablom. S tem 
smo združili dve fizični povezavi v eno logično in pridobili večjo pasovno širino in 
redundanco povezav. Podobno je vezano tudi na strani HOSTING naprave. 
 
57 
7  Zaključek 
Na tržišču je mnogo vrst komunikacijskih tehnologij, vendar ima vsaka 
tehnologija svoje dobre in slabe lastnosti. Dobro poznavanje lastnosti vsake 
tehnologije lahko privede do primernejše izbire komunikacijskega sistema za 
posamezne potrebe. MPLS v kombinaciji z DWDM je odlična kombinacija za 
hrbtenična omrežja. Pri dostopnih omrežjih je najbolj v uporabi VDSL, pri lokalnih 
omrežji pa se že vrsto let uporablja LAN tehnologija. 
 
Namen projekta prenove omrežja na Pošti Slovenije je bil zagotoviti visoko 
propustnost omrežja, njegovo skalabilnost, varnost in zagotoviti enostavno 
nadgradljivost v primeru novih prometnih potreb. Prenova je izpolnila uvodna 
pričakovanja in jih celo presegla v fleksibilnosti pri uvajanju in izvajanju 
naraščajočih storitev v oblaku, fleksibilnost pri lastnih potrebah in scenarijih za 
obnovitev po nesreči (»disaster recovery«). Celotno omrežje po prenovi zadošča 
trenutnim potrebam in niti ne kaže, da bodo njegove sposobnosti bile v kratkem 
presežene. Novo hrbtenično omrežje tako zagotavlja komunikacijske povezave 
obstoječim segmentom oz. sistemom komunikacijskih povezav (paketno omrežje, 
telefonija IP, video nadzor, omrežja SAN) kot tudi novim načrtovanim zahtevam 
Pošte Slovenije.  
 
Novo pristopno omrežje je izgrajeno s pomočjo MPLS VPN L2 in z ustreznimi 
kapacitetami. Trenutno taka konfiguracija zadošča vsem kriterijem varnosti podatkov 
saj se vsi podatki po tem delu omrežja prenašajo šifrirano. Novo omrežje tudi 
zmanjšuje stroške obratovanja s tem da dopušča priklop tudi drugih mrežnih naprav 
preko njega.  
 
Ena izmed trenutno najbolj perspektivnih novih storitev Pošte Slovenije je 
PosITa, sklop različnih digitalnih storitev v oblaku. Ta na enem mestu združuje vse, 
kar potrebujete za učinkovito poslovanje. Z njenimi storitvami si je poslovanje 
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poenostavilo za že več kot 100.000 uporabnikov in ta številka še narašča. Omogoča 
uporabo najsodobnejše opreme in programskih rešitev, ki jih uporabniki plačujejo na 
mesečni osnovi. Tak način poslovanja je poznan že nekaj časa, pri nas pa se šele 
dobro uveljavlja. Z naraščanjem zahtev uporabnikov bo PosITa naraščala in postala 





[1] Srečko Videčnik. Prenova pristopnega omrežja. Pošta Slovenije d. o. o. Maribor, 
2012. 
[2] M. Janša, M. Jarc in Z. Unijah Zvonimir. 2006. Strategija razvoja širokopasovnih 
omrežij v Sloveniji Direktoratu za elektronske komunikacije, Ministrstva za 
gospodarstvo, Ljubljana. 
[3] B. Grošelj in S. Prešern. Informacijska infrastruktura za razvoj podjetništva, 
2000. Glas  Miroslav, Pšeničny Viljem, ur., Podjetništvo-izzivi za 21. stoletje. 
Ljubljana: GEA  College PIC. 
[4]  M. Kukar. Storitve navideznih zasebnih LAN omrežij (VPLS), seminarksa 
naloga pri predmetu Porazdeljeni informracijski sistemi in celovitost podatkov, 2006. 
Fakulteta za Elektrotehniko. Univerza v Ljubljani Dostopno na: 
http://www.lkn.fe.uni-lj.s/Seminarji/m_kukar.pdf  
[5]  Pošta. 2012. Z delovanjem pričel Varnostno nadzorni center Pošte Slovenije. 
Dosegljivo: http://www.posta.si/novica/28286/Z-delovanjem-pricel-Varnostno-
nadzorni-center-Poste-Slovenije?nodeid=493&page=1&year=0. [Dostopano: 11. 11. 
2015]. 
[6] Pošta Slovenije. 2012. E-arhiv Pošte Slovenije. Interno gradivo. 
[7] Pošta Slovenije. 2012. Akreditirane storitve e-hrambe digitalnega 
dokumentarnega in arhivskega gradiva. Interno gradivo. 
[8] Comtron. »Cisco IP telefonija«. Dosegljivo: http://www.comtron.si/s-7-cisco-ip-
telefonija.aspx [Dostopano: 11. 11. 2015] 
9] Pošta Slovenije d. o. o. 2011. Oddaja javnega naročila po postopku oddaje 
naročila male vrednosti IP telefonija. Dosegljivo: 
www.posta.si/downloadfile.aspx?fileid=18327 [Dostopano: 11. 11. 2015] 
60 Literatura 
 
[10]  Student. »IP telefonija«. Dosegljivo: http://student.pfmb.uni-mb.si/~mzver/ 
Mulitmedija%20II/printerfriendly.html [Dostopano: 11. 11. 2015]. 
[11] S. Buček. 2013.« Izgradnja hitrih komunikacijskih povezav med podatkovnimi 
centri Pošte Slovenije, d. o. o., z uporabo tehnologije DWDM«. Dosegljivo: 
https://infosrc.wordpress.com/2013/07/08/izgradnja-dw [Dostopano: 12. 11. 2015]. 
[12] Pošta Slovenije. 2008. »Informativna predstavitev informacijskih storitev Pošte 
Slovenije«. Interno gradivo. 
13 Techtarget. 2016. Wavelength-division multiplexing (WDM). Dosegljivo: 
http://searchnetworking.techtarget.com/definition/wavelength-division-multiplexing 
[14] N. Danojlić, DWD Tehnologija - budučnost u CATV mrežama. Telefonkabl a. 
d. Beograd, 2002. Dostopno na: http://www.telfor.rs/telfor2002/radovi/2-12.pdf. 
[15] P. Khatri, MPLS Tutorial, Julij, 2009.Dostopno na: http://www.sanog.org/resour
ces/sanog14/sanog14-paresh-mpls.pdf 
[16] A. Kos, Prometni inţeniring v omreţjih MPLS, Laboratorij za telekomunikacije, 
Fakulteta za elektrotehniko, Univerza v Ljubljani. 2015. Dostopno 
na: http://www.ltfe.org/wp-content/pdf/prometni_inzeniring.pdf 
[17] M. Pustišek, M. Papič, Osnove internetnih sistemov, Elektrotehniški vestnik, Lju
bljana 2001. 
[18] Študentski.net. Omrežne storitve. Dostopno na:  
http://studentski.net/gradiva/ulj/fel/ae1/omreznestoritve.html?r=ulj_fel_ae1_oms_sno
_virtualizacija_v_omrezjih_01.pdf. 
[19]   A.   Khodaskar,   S.   Ladhake,   Multiprotocol   Label   Switching   Protocol,   
Amravat, Maharashtra, Indija, marec 2011.  
[20] L. Koprivnik, 24. 4. 2007. VPN za telebane. Dostopno na: 
http://www.monitor.si/clanek/vpn-za-telebane/122669/. 
[21]  J. Sterle. Navidezna zasebna omrežja na podlagi internetnega protokola: 
diplomsko delo. 2003. Ljubljana, Fakulteta za elektrotehniko Univerze v Ljubljani s 
področja telekomunikacij. 
[22] J. Metzler, MPLS in Private Networks: Is it a good idea?, Juniper Networks. Dos
topno na: http://www.juniper.net/solutions/literature/white_papers/mpls_private.pdf 
Literatura 61 
 
[23] R. Dukarić, R. Povše, M. R. Jurič. 2011. Računalništo v oblaku. 
Dosegljivo: http://www.soa.si/wp-content/uploads/2011/11/Delavnica-
racunalni%C5%A1tvo-v-oblaku_zaUdelezence.pdf [Dostopano: 12. 11. 2015]. 
[24] Cisco. 2008. Campus Network for High Availability Design Guide. Dostopno 
na: http://www.cisco.com/ 
25 Design and Configuration Guide: Best Practices for Virtual Port Channels (vPC) 
on Cisco Nexus 7000 Series Switches 
