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1.1 Työn lähtökohdat ja tavoitteet 
Opinnäytetyön tarkoitus oli parantaa Medi-IT Oy:n ongelmanratkaisukykyä sairaan-
hoitopiirin verkkoympäristössä. Työssä käytiin läpi periaatteita miten toimitaan, kun 
tapahtuma tai ongelma syntyy. Miten ongelmasta tiedotetaan eteenpäin ja minkä 
työkalun avulla ongelmaa voidaan mahdollisesti ratkoa nopeasti ja tehokkaasti.  
Nämä ongelmat saattoivat johtua mistä tahansa järjestelmän komponenteista tai 
osa-alueesta. 
Työssä keskitytään ITILIN mukaiseen prosessikehitykseen, mittareiden suunnittelui-
hin ja niiden hyödyntämiseen suunniteltaessa ongelmanselvitysmenetelmän proses-
sia. Työssä kehitettiin eteenpäin toiminnanohjausjärjestelmän Efecten ratkaisutieto-
kantaa. Tietokannan rakennetta jouduttiin muuttamaan selkeämpään muotoon, jotta 
saadaan tehostettua palvelupisteen tehokkuutta, sekä auttamaan uusia työntekijöitä 
tapahtumien tai ongelmien ratkomisessa.  
Opinnäytetyön hyöty tulee näkymään vasta jonkin ajan kuluttua sen valmistumisesta, 
koska ratkaisutietokanta on tällä hetkellä hieman puutteellinen ja asioiden sisäistä-
minen vie jokaiselta työntekijältä oman aikansa.   
Opinnäytetyön tavoitteena oli luoda tarvittavat mittarit sekä selkeä ITIL-palvelupro-
sessi, joka tehostaa ja selkeyttää ongelman havaitsemisen jälkeen sen eteenpäin 
vientiä alkutekijöistä aina ratkaisuun asti. Tarkoituksena oli kehittää vakavien insi-
denttien käsittelyyn selkeä prosessi, mitä pitkin edetään, kun tulevaisuudessa syntyy 
vakava ongelma. 
Ratkaisutietokannan päivittäminen oli yksi osa tätä opinnäytetyötä. Ratkaisutietokan-
nassa ei ollut minkäänlaista kategorisointia, joten tavoitteena oli toiminnanohjausjär-
jestelmä Efecten ratkaisutietokannan muokkaaminen selkeämpään muotoon.  
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Opinnäytetyössä kehitystyötä tehtiin käymällä konkreettisesti läpi IT-palveluhallinnan 
teoria, jonka pohjalta kehitettiin vakavien insidenttien prosessi. Kehitystyö alustettiin 
normaalin insidentin käsittelyprosessilla sekä työssä käydään läpi erikoistapaus, jossa 
tapahtuman käsittely poikkeaa normaalista. Kehitystyö pohjautuu myös osittain 
omiin näkemyksiin sekä toimeksiantajan näkemyksiin organisaatiossa. Omat näke-
mykset korostuvat pääosin ratkaisutietokannan vajavuudesta ja sen epämukavuu-
desta käyttää.  
1.2 Toimeksiantaja ja palveluympäristön kuvaus 
Toimeksiantajana työssä toimi hyvinvointisektorilla laajasti ja vahvasti toimiva Medi-
IT Oy.  
Medi-IT Oy on hyvinvoinnin ict-ratkaisujen halutuin kumppani Suo-
messa. Yhtiö tukee ict-asiantuntijuudellaan hyvinvoinnin palveluntuot-
tajia asiakaslähtöisesti.  Painopistealueita vuonna 2014 ovat sähköiset 
palvelut ja potilasasiakkaan osallistaminen, sosiaalitoimen ict-kehityk-
sen tukeminen, palveluntuottajien integroitujen ja alueellisten toiminta-
mallien tukeminen uuden sukupolven tietojärjestelmäkokonaisuuksissa, 
asiakkaan toiminnan- ja tuotannonohjauksen tukeminen sekä tiedon 
tuominen päätöksenteon ja johtamisen tueksi. 
Yhtiön menestystekijöitä ovat muun muassa edelläkävijyys, asiakasläh-
töisyys ja palvelukyky sekä vahva osaaminen ja aikaansaavuus. (Strate-
gia 2014) 
Tehtävänä Keski-Suomen sairaanhoitopiirillä on edistää keskisuomalaisten toiminta-
kykyä ja terveyttä tarjoamalla tasokkaita erikoissairaanhoidon palveluita. Sairaanhoi-
topiiri Keski-Suomessa on suurin ei-yliopistollinen sairaanhoitopiiri ja edustettuna 
siellä on lähes kaikki erikoisalat, kuten korkeatasoinen sädesairaala syöpätautien hoi-
toon. Sairaanhoitopiiri Keski-Suomessa vastaa keskisuomalaisten erikoissairaanhoi-
dosta yhteistyössä terveyskeskusten ja Kuopion yliopistollisen sairaalan, sekä muuta-
mien muiden erityistason palveluja tuottavien sairaaloiden kanssa. (KSSHP:n kun-
tayhtymän ja Medi-IT Oy:n välinen puitesopimus, 3.) 
11 
 
Keski-Suomen keskussairaala ja sädesairaala kuuluvat sairaanhoitopiirin. Muura-
messa ja kiinteistöosakeyhtiön Kinkomaan Vitapoliksen tiloissa sijaitsee kuntoutus-
toimintaa. Kangasvuoren sairaala ja Keuruun Juurikkaniemen sairaala vastaavat ai-
kuispsykiatrisesta erikoissairaanhoidosta. Lisäksi Keski-Suomen Seututerveyskeskus 
Liikelaitos aloitti toimintansa vuoden 2011 alussa ja se tuottaa kahdeksaan kuntaan 
perusterveydenhuollon palvelut. (KSSHP:n kuntayhtymän ja Medi-IT Oy:n välinen pui-
tesopimus, 3.) 
Sairaanhoitopiiri jakautuu hallinnollisesti kuuteen toimialueeseen ja ne jakautuvat 
edelleen 25 vastuualueeseen. Näiden lisäksi vielä liikelaitoksina toimivat kliininen la-
boratorio FinLab, Pesula, ruokapalvelu Caterina ja Keski-Suomen Seututerveyskeskus. 
Keski-Suomen sairaanhoitopiirin kuntayhtymä omistaa 23 keskisuomalaista kuntaa. 
(KSSHP:n kuntayhtymän ja Medi-IT Oy:n välinen puitesopimus, 3.) 
Medi-IT Oy Keski-Suomessa ei vastaa sisä- tai ulkoverkon toiminnasta, vaan siitä vas-
taa lääkintätekniikka. Medi-IT Oy:n takaa toimivuuden päätelaitteille, sovelluksille, 
palvelimille ja oheislaitteille.  
1.3 Taustatiedot 
Tähän opinnäytetyöhön pohjatiedot on saatu Jyväskylän Ammattikorkeakoulun IT-
palveluhallinnan kurssilta. Kurssilla on käyty erilaisia toteutus- ja menettelytapoja eri-
laisten prosessien ja ongelmien hallintaan liittyen. Ennen opinnäytetyön aloittamista 
olen työskennellyt Medi-IT:n organisaatiossa, niin harjoittelussa kuin kesätöissä yh-
teensä edelliset kuusi kuukautta. Organisaatio, työympäristö ja työkalut ovat siis en-
tuudestaan tunnettuja, joita tässä työssä hyödynnän. Syvempi perehtyminen palve-
luihin, joihin Medi-IT:ssä olen perehtynyt, on antanut uusia näkökulmia ongelmien ja 
tapahtumien hallintaan. Työssä on hyödynnetty ITSM kirjallisuutta, aina kurssimateri-
aaleista alkuperäisiin julkaisuihin.  
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Medi-IT:ssä kuitenkaan ei ole vakavien insidenttien hallintaan otettu kantaa kovin-
kaan syvällisesti ja sen prosessi puuttuu täysin organisaatiosta. Jos IT-infrastruktuu-
rissa ilmenee jokin kriittinen ongelma, ei ole lähtökohtia miten toimitaan, kun kriitti-





ITIL (Information Technology Infrastructure Library) tarjoaa laadukkaiden IT-palvelui-
den tuottamiseen järjestelmällisen lähestymistavan. ITILin ovat kehittäneet Central 
Computer and Telecommunications Agencyn (CCTA) 1980- ja 1990 lukujen aikana 
Iso-Britannian hallituksen toimesta. Nykyään kyseinen yritys tunnetaan nimellä Office 
of Goverment Commerce (OGC). ITIL kokoaa parhaita käytännön kokemuksiin perus-
tuvia lähestymistapoja erilaisiin ongelmiin ja menetelmiin. (IT-palveluhallinta ITIL v3 
käsikirja 2009, 13.) 
ITIL tuo yhteisen kielen ja käytänteet kaikkien käytettäväksi ympäri maailman. Kan-
sainvälinen ITIL-tutkinto koostuu neljästä eri tasosta: perustaso, keskitaso, ITIL Expert 
taso ja ITIL Master taso. (Wakaru Official course material ITIL v3 Foundations 2009, 
7.) 
Luvuissa 2.2–2.6 käydään perusperiaatteet ITIL-kiertokulusta läpi. Kuviossa 1. on ku-
vattu viidestä osa-alueesta koostuva elinkaari: palvelustrategia (Service Strategy), 
palvelusuunnittelu (Service Design), palvelutransitio (Service Transition), palvelutuo-





Kuvio 1. ITIL v3 malli 
ITIL v3:n ytimenä toimii palvelustrategia, joka johtaa muita vaiheita. Se asettaa ta-
voitteet sekä toimintaperiaatteet. Palvelusuunnittelua, palvelutransitiota sekä palve-
lutuotantovaiheita ohjaa strategia, ja näiden jatkuvana teemana on sopeutuminen 
sekä muutos. (IT-palveluhallinta ITIL v3 käsikirja 2009, 20.) 
2.2 Palvelustrategia 
Palvelustrategia asettaa ohjeet suunniteltaessa, kehittäessä ja implementoidessa pal-
velunhallintaa niin sanotulla strategisella voimatasolla, ja se on kriittinen kaikille ITIL-
palvelukaaren prosesseille. Palvelustrategia asettaa tavoitteet, säännöt ja suuntavii-
vat. Asettamalla tavoitteita ja odotuksia pyritään lisäämään suorituskykyä asiakasläh-
töisessä työssä. Kuviossa 2. on kuvattu palvelustrategian konsepti, jota voi hyödyntää 
suunniteltaessa strategiaa. Palvelustrategiassa tunnistetaan, valitaan ja priorisoidaan 
mahdollisuuksia sekä varmistetaan, ettei organisaatio ota liian suurta riskiä itse ta-




Kuvio 2. ITIL v3 Palvelustrategia 
Päämääränä palvelustrategialla on suunnitella palveluita, joita voi helposti ja tehok-
kaasti kehittää sekä parantaa. Sen avulla voidaan tunnistaa ja havaita riskejä sekä ke-
hittää taitoja ja valmiuksia. Riskejä voidaan havaita erilaisilla mittareilla tai mittaus-
menetelmillä. (Wakaru Official course material ITIL v3 Foundations 2009, 42.) 
Mintzberg on kehittänyt vuonna 1994 neljän P:n säännön, jonka avulla voidaan halli-
tusti muodostaa hyvä strategia. Perspektiivin (perspective) avulla muodostetaan 
selkä visio ja focus. Aseman (position) avulla saadaan selkeä näkemys asemasta 
markkinoilla. Suunnitelmaa (plan) käytetään siihen, että saadaan selkeä kehityssuun-
nitelma organisaatiossa. Kaava (pattern) muistuttaa johdonmukaisuudesta teoissa ja 
päätöksissä. (IT-palveluhallinta ITIL v3 käsikirja 2009, 23.) 
Muutamia käsitteitä on hyvä ymmärtää, jotta strategiasta muodostuu selkeä kuva. 
Hyödyn ja vaikutuksen yhdistäminen antaa yritykselle arvon. Hyöty kertoo asiak-
kaalle palvelun tai tuotteen positiivisen vaikutuksen, kun taas positiivinen varmistus 
on takuu. Hyöty on siis tarkoituksenmukaista toiminnallisuutta, jonka palvelu tai 
tuote tarjoaa johonkin tarpeeseen. Takuu kertoo siitä, että palvelu vastaa sovittuja 
vaatimuksia. Asiakkaan kannalta on tärkeää, että palvelu on saatavilla, sillä on riittävä 
kapasiteetti, palvelu on jatkuvaa, sekä tietoturva vastaa tarpeita. IT-infrastruktuuri, 
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ihmiset, raha tai mikä tahansa muu asia, jotka auttavat tuottamaan IT-palvelun, mää-
rittää organisaation resurssit. Jotta kilpailussa voidaan pärjätä, täytyy yritykseltä löy-
tyä myös kyvykkyyttä luoda erottuvia palveluita muihin kilpailijoihin nähden. Palvelu-
tuottajan mahdollisuuksia ja valmiuksia kuvaa palveluportfolio. Siihen kuuluu kolme 
kohtaa, jossa yhtenä kohtana palveluluettelo. Se kertoo palvelut, jotka ovat asiak-
kaan saatavissa. Palveluportfolio sisällyttää myös käsitteen palvelukehitysputken, 
jossa käsitellään kehityksessä olevia palveluita tai palveluita, jotka ovat harkinnan 
alla.  Näiden käsitteiden lisäksi palveluportfolioon kuuluvat käytöstä poistetut palve-
lut. (IT-palveluhallinta ITIL v3 käsikirja 2009, 24-25.)  
Jotta palvelustrategiasta on järkevä edetä eteenpäin, kannattaa hyödyntää seuraavia 
tekniikoita. Liiketoimintaperusteella (Business-Case) tunnistetaan ovatko liiketoimin-
tatavoitteet kannattavia. Toisena hyvänä työkaluna toimii hanketta edeltävä ROI-me-
netelmä. Sen avulla voidaan analysoida sijoitusten antama tuotto ennen resurssien 
sitomista. Viimeisenä menetelmänä toimii hankkeen jälkeinen ROI, jolla tarkastellaan 
sijoitusta takautuvasti. (IT-palveluhallinta ITIL v3 käsikirja 2009, 28.) 
2.3 Palvelusuunnittelu 
2.3.1 Yleistä 
Hyvällä palvelusuunnittelmalla on vaikutuksia siihen, että laatu paranee ja asioita 
tehdään kustannustehokkaammin niin, että liiketoiminnan vaatimukset täyttyvät. Vii-
meistään palvelusuunnittelussa tulee tunnistaa ja hallita riskejä. Palvelusuunnitte-
luun kuuluu useita eri prosesseja, kuten palvelutason, palveluluettelon, saatavuuden, 
tietoturvan, kapasiteetin sekä jatkuvan IT-palvelun hallinta. (Wakaru Official course 
material ITIL v3 Foundations 2009, 43-44.) 
Palvelusuunnittelma käsittelee periaatteita ja menetelmiä muuntaa strategiset ta-
voitteet osaksi palvelukokonaisuutta. Palvelusuunnittelman tärkein tavoite on uudel-
leen suunnitellun tai muuttuneen palvelun vieminen oikeaan tuotantoympäristöön. 
(Wakaru Official course material ITIL v3 Foundations, 74-75.) 
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Palvelusuunnitteluun kuuluu viisi tärkeää aspektia, jotka palvelusuunnitelman kuu-
luisi kattaa. Kun uusi palvelu tuotetaan oikeilla kustannuksilla sekä laadulla mukaan 
lukien sovitut vaatimukset, resurssit sekä kyvykkyydet kutsutaan tätä palveluratkaisu-
jen suunnitteluksi.  Iteratiivisen ja vaiheittain kehittyvän prosessin tulee tyydyttää 
asiakkaan muuttuvat toiveet ja vaatimukset. Keskeisin johtamisjärjestelmä kaikkien 
prosessien tukemiseen on palveluportfolio ja sen suunnittelu. Se sisältää kaiken tie-
don palvelusta sekä sen tilasta. Palveluportfoliota seuratessa nähdään, missä vai-
heessa palvelu on. Kolmas aspekti on nimeltään arkkitehtuurin suunnittelu, joka 
määritellään seuraavasti: IT-poliitikkojen, strategioiden, dokumenttien, prosessien, 
suunnitelmien, arkkitehtuurien prosessien kehittäminen ja ylläpitäminen IT-palvelui-
den ja –ratkaisujen käyttöönottamiseksi, toteuttamiseksi ja parantamiseksi kaikkialla 
organisaatiossa. Prosessien suunnittelussa arvioidaan prosessien nykyistä laatua ja 
kehittymismahdollisuuksia. Arvion tuloksilla voidaan parantaa tehokkuutta sekä vai-
kuttavuutta organisaatiossa entisestään. Viimeistä aspektia kutsutaan nimellä mit-
tausjärjestelmien ja mittareiden suunnittelu. Palvelun laatua on arvioitava säännölli-
sesti, jotta kehittämisprosessia voidaan johtaa ja hallita. Kapasiteetti ja arvioitavien 
prosessien kypsyys täytyy yhteen sovittaa arviointijärjestelmän kanssa. (IT-palvelu-
hallinta ITIL v3 käsikirja 2009, 31-32.) 
2.3.2 Palveluluettelo 
Yksi osa palveluportfoliota on palveluluettelo (ks. kuvio 3). Se sisältää palvelupalvelu-
tuotannossa olevat hyväksytyt ja aktiiviset palvelut. Se kertoo palvelun komponentit 
sisältäen vastuut, menettelytavat, ohjeistuksen, hinnat, toimitusehdot ja palvelusopi-
mukset. Palveluluettelon ja palveluportfolion voi integroida osaksi konfiguraatiohal-
lintajärjestelmää CMS (Configuration management system). Organisaatio voi yhdistää 
insidentit ja muutospyynnöt määritettyihin palveluihin. Jos palveluportfolioon, tai 
palvelusuunnitteluun tehdään muutoksia, se on tehtävä muutoksenhallintaprosessin 
kautta. Palveluluettelossa on kaksi osaa: liiketoiminnan palveluluettelo, sekä tekni-
nen palveluluettelo. Nämä kaksi osaa antavat yhdessä yleiskuvan insidenttien ja 
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muutoksien vaikutuksista. Yleensä nämä yhdistetään palveluluetteloon osaksi palve-
luportfoliota (IT-palveluhallinta ITIL v3 käsikirja 2009, 81-82). Palveluluettelon käyt-
töön ja ylläpitämiseen osallistuu koko IT-organisaatio.  
 
Kuvio 3. Palveluluettelo (Wakaru Official course material ITIL v3 Foundations 2009, 
87.) 
Liiketoiminnan palveluluettelo asiakkaan näkökulmasta kertoo kaikki IT-palvelut asi-
akkaalle. Luettelossa kuvataan liiketoiminnan elementit ja prosessit, jotka ovat riip-
puvaisia IT-palvelusta. Liiketoiminnan palveluluettelo kertoo kokonaiskuvan palve-
luista, niiden tilasta, prosesseista, käyttötarkoituksista ja palvelutasoista (ks. kuvio 4). 
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Onnistunut liiketoimintamalli sisältää usein yhden tai useamman palvelun. (Wakaru 
Official course material ITIL v3 Foundations 2009, 87-88.) 
 
Kuvio 4. Liiketoiminnan palveluluettelo 
Teknisen palveluluettelon ei kuuluisi näkyä asiakkaalle. Siinä jaotellaan toimitettavien 
IT-palveluiden suhteet tukipalveluihin ja jaoteltuihin palveluihin sekä komponenttei-
hin ja konfiguraation rakenneosiin (CI) (ks. kuvio 5). Tekninen palveluluettelo sisältää 
yksityiskohtaista tietoa toimitettavista palveluista. (Wakaru Official course material 
ITIL v3 Foundations 2009, 88.) Palveluluettelon tulisi olla helposti laajennettavissa li-
säämällä tasoja puumaiseen rakenteeseen ilman, että konsepti hajoaa.  
 




SLM (Service Level Management) eli palvelutasonhallinnan prosessin tavoitteena on 
varmistaa ja sopia IT-palvelujen toimittamisesta, että sovittu IT-palvelutuotannon 
taso saavutetaan. Se sisältää palvelutasosopimuksen (SLA, Service Level Agree-
ments), koordinoinnin, laatimisen, suunnittelun, sopimuksen, valvonnan ja raportoin-
nin sekä jatkuvan toimitettujen palveluiden arvioinnin. Näillä ehdoilla voidaan var-
mistua siitä, että sovitut vaatimukset täyttyvät ja niitä voidaan parantaa mahdolli-
suuksien mukaan. Palvelusopimus on tavoitteet ja vastuut sisältävä kirjallinen sopi-
mus asiakkaan ja palveluntuottajan välillä. Erilaisia palvelusopimuksia ovat sisäiset 
palvelukohtaiset palvelusopimukset, asiakaskohtaiset palvelusopimukset sekä moni-
tasoiset palvelusopimukset. Näiden lisäksi on vielä sisäinen hankintasopimus (OLA, 
Operational Level Agreement) sekä ulkoinen hankintasopimus (UC, Underpinning 
Contract). Sisäinen hankintasopimus on toisen organisaation palvelutuottajan ja IT-
palvelutuottajan välinen sopimus. Siinä määritellään hyödykkeet tai palvelut jotka 
toimitetaan osastolta toiselle, sekä osapuolten vastuut. Ulkoinen hankintasopimus 
on kolmannen osapuolen ja IT-palvelutuottajan välinen sopimus. Siinä kolmas osa-
puoli tuottaa palveluita IT-palveluntuottajalle, joka taas toteuttaa ne asiakkaalle. So-
pimuksessa määritellään vastuut, jotka tarvitaan palvelusopimuksessa sovitun palve-
lutason saavuttamiseksi. (IT-palveluhallinta ITIL v3 käsikirja 2009, 84.) 
2.3.4 Kapasiteetinhallinta 
Kapasiteetinhallinnalla varmistetaan, että kustannukset vastaavat asiakkaan nykyisiä 
ja tulevia tarpeita. Palvelustrategia analysoi asiakkaan toiveet ja vaatimukset, ja siltä 
pohjalta tehdään myös päätökset. Tätä kyseistä hallintaa tulee tuottaa kustannuste-
hokkaasti, ja tämä on yksi IT-palvelun määrittelyn kriittinen menestystekijä. Peruskä-
sitteitä kapasiteetinhallinnalle ovat kustannusten ja resurssien sekä kysynnän ja tar-
jonnan tasapainottaminen. Kapasiteetinhallintaan kuuluu kolme osaprosessia, jotka 
ovat liiketoiminnan kapasiteetinhallinta, palvelun kapasiteetinhallinta sekä kom-
ponentin kapasiteetin hallinta. Liiketoiminnan kapasiteetinhallinnalla varmistetaan 
se, että tulevaisuudessa liiketoiminnan tarpeet IT-palveluille on harkittua ja ymmär-
rettävissä. Sillä varmistetaan myös sen riittävä kyky tukea uusia muutoksia palvelua 
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suunnitellessa ja toteuttaessa kohtuullisessa ajassa. Palvelun kapasiteetinhallinnan 
avulla voidaan ennustaa päästä-päähän suorituskykyä sekä operatiivisten IT-palvelui-
den tuottamaa työmäärää ja käyttöönottokapasiteettia. Komponenttien kapasitee-
tinhallinta ennustaa, kontrolloi ja hallitsee yksittäisten IT-komponenttien suoritusky-
vyn, käytön ja kapasiteetin. (Wakaru Official course material ITIL v3 Foundations 
2009, 92.) 
2.3.5 Saatavuudenhallinta 
Saatavuudenhallinnan päämääräinen tavoite on se, että sen avulla varmistutaan, että 
kaikkien tuotettujen palveluiden saatavuustaso saavuttaa tai ylittää sovitut vaatimuk-
set kustannustehokkaalla tavalla. Sen avulla voidaan parantaa palveluiden saata-
vuutta nopeuttamalla jokaista laajennetun insidentin elinkaaren vaihetta. (ks. kuvio 
6) (IT-palveluhallinta ITIL v3 käsikirja 2009, 90.) 
 
Kuvio 6. Insidentin elinkaari 
Lähtökohtaisesti kun palvelussa ilmenee ongelma, se on palautettava mahdollisim-
man nopeasti normaaliksi. Palvelun palauttamiseen kuluva keskimääräinen aika 
(MTRS, Mean Time To Restore Services) on aika, jossa palvelu, järjestelmä, tai kom-
ponentti saadaan palautettua toimintahäiriön jälkeen normaaliksi. Se voi johtua 
useista eri tekijöistä, kuten tukihenkilön pätevyydestä, palvelun konfiguraatiosta, 
saatavilla olevista resursseista, menettelytavoista tai vikasietoisuudesta. Keskimää-
räinen palveluinsidenttien välinen aika (MTBSI, Mean Time Between Service Inci-
dents) kertoo palvelun tai järjestelmän peräkkäisten toimintahäiriöiden välisestä 
ajasta. Keskimääräinen korjausaika (MTTR, Mean Time To Repair) ilmaisee palvelun 
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tai konfiguraation rakenneosan (CI) korjaamiseen kuluneen ajan häiriötilanteen jäl-
keen. (Wakaru Official course material ITIL v3 Foundations 2009, 93-94.) 
Käyttövarmuus ilmaisee palvelun tai komponentin suoriutumisesta tehtävästään il-
man katkoksia. Ylläpidettävyys ilmaisee palvelun tai komponentin ajasta, kuinka no-
peasti se palautuu häiriötilanteen jälkeen. Järjestelmän luotettavuutta voidaan kas-
vattaa lisäämällä vikasietoisuutta eri tavoin. Riippuvuus IT-palveluista on lisääntynyt 
viime aikoina, mikä on johtanut siihen että asiakkaat vaativat korkean saatavuuden 
palveluita. Tämä on johtanut siihen, että suunniteltaessa tulee ottaa huomioon yksit-
täisten vikaantumiskohtien (SPOF, Single Point Of Failure) poistamista sekä minimoi-
maan liiketoimintahäiriötilanteita. (IT-palveluhallinta ITIL v3 käsikirja 2009, 92.) 
Saatavuutta voidaan mitata laskukaavalla, joka ottaa huomioon palvelun, komponen-
tin, tai konfiguraation rakenneosan ja se mitataan usein prosentteina. Tämän tulos 
voidaan helposti muokata esimerkiksi tunneiksi vuodessa. 
Saatavuus (%) = (
 Sovittu palveluaika − häiriöaika 
Sovittu palveluaika
) × 100 % 
2.3.6 Jatkuvuuden hallinta 
Tärkein päämäärä jatkuvuuden hallinnalla on, että se tukee kokonaisuudessaan liike-
toiminnan jatkuvuutta varmistamalla, että tarpeelliset IT-käyttöympäristöt voidaan 
palauttaa sovitussa aikataulussa. Jatkuvuuden hallinnan konseptiin kuuluu liiketoi-
minnan jatkuvuuden hallinta, jatkuvan liiketoiminnan suunnitelmat, liiketoiminnan 
vaikutusanalyysi (BIA, Business Impact Analysis) ja riskiarvio. Riskianalyysi on arvio 
mahdollisista riskeistä. Liiketoiminnan vaikutusanalyysi ottaa enemmänkin kantaa ta-
loudellisiin vaikutuksiin, moraaliin ja terveyteen. Siinä määritellään palveluhäiriöiden 
vaikutuksia liiketoimintaan. (IT-palveluhallinta ITIL v3 käsikirja 2009, 96.) 
2.3.7 Tietoturvan hallinta 
Tietoturvan hallinnan avulla yhdenmukaistetaan tietoturva ja liiketoiminnan turvalli-
suus sekä varmistetaan, että tietoturva on tehokkaasti hallittu kaikissa palveluissa ja 
palveluhallinnan skenaarioissa. Sen avulla varmistetaan että liiketoiminta yritysten 
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välillä on luotettavaa. Tietoturva voi perustua ISO 27001 –viitekehykseen, joka antaa 
tietoa viidestä elementistä ja niiden tavoitteista (ks. kuvio 7). (Wakaru Official course 
material ITIL v3 Foundations 2009, 99.) 
 
Kuvio 7. Tietoturvan hallinnan viitekehys (IT-palveluhallinta ITIL v3 käsikirja 2009, 
99) 
Tietoturva ei ole vain askel elinkaaressa, eikä sitä voi varmistaa ainoastaan teknolo-
gian avulla. Se on jatkuva prosessi, joka on integroitu osaksi kaikkia palveluita ja jär-
jestelmiä. (IT-palveluhallinta ITIL v3 käsikirja 2009, 100.) 
2.4 Palvelutransitio 
2.4.1 Yleistä 
Palvelutransitio toimii rajapintana palvelusuunnittelun ja palvelutuotannon välillä, 
mikä onkin eniten käytetty päivittäinen aktiviteetti. Sen lähestymistavat, rakenteet ja 
rajoitteet on määritelty palvelustrategiassa. Tavoitteena on varmistaa uusien ja 
muuttuneiden palveluiden tehokas käyttöönotto. Päämäärä palvelutransitiolla on 
palvelun tuotantoon vienti, mahdollistaa integrointi liiketoimintaprosesseille ja pal-
veluille sekä koordinoida liiketoiminnan ja IT-projektien resursseja. Hyvin toteutettu 
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palvelutransitio varmistaa sen, että palvelu täyttää asiakkaan ja markkinoitten vaati-
mukset. Kun palvelutransitio on ennalta suunniteltu hyvin se mahdollistaa kustan-
nustehokkaan ja nopean palveluiden tuotantokäyttöön siirtymisen. (Wakaru Official 
course material ITIL v3 Foundations 2009, 110-112.) 
2.4.2 Muutostenhallinta 
Päämäärä muutostenhallinnalla on mahdollistaa hyödyllisten muutosten tekeminen 
siten, että häirintää IT-palveluille olisi mahdollisimman vähän. Muutostenhallinnalla 
varmistutaan siitä, että muutokset käyttöönotetaan kontrolloidulla tavalla, muutos 
on priorisoitu, suunniteltu, testattu, toteutettu ja dokumentoitu. Muutokset yleensä 
ovat virheiden korjaamista tai ympäristön muutoksiin sopeutumista ja muutoksen 
syy voi olla joko proaktiivista tai reaktiivista. Proaktiivisia syitä ovat kustannusten pie-
nentäminen ja palvelun parantaminen. Reaktiivisia syitä ovat palveluhäiriöiden pois-
taminen ja palvelun sopeuttaminen muuttuvaan ympäristöön. Muutoshallintaproses-
sin on käytettävä standardoituja toimintatapoja ja menetelmiä, muutokset on kirjat-
tava konfiguraatiohallintajärjestelmään (CMS), ja prosessissa on otettava huomioon 
kaikki riskit. (IT-palveluhallinta ITIL v3 käsikirja 2009, 108.) 
Muutoshallinnan julkaisutyyppejä ovat pääjulkaisu, välijulkaisu ja hätäjulkaisu. Pää-
julkaisu voi olla esimerkiksi uuden laitteen tai ohjelmiston käyttöönotto. Välijulkaisut 
sisältävät parannuksia, jotka voivat olla pikakorjauksia, mutta se on oleellinen osa 
koko julkaisua. Hätäjulkaisu on väliaikainen ratkaisu ongelmaan tai virheeseen. Hätä-
julkaisujen määrä tulisi pitää mahdollisimman vähänä ja tätä tulisi testata mahdolli-
simman paljon ennen julkaisua. (Wakaru Official course material ITIL v3 Foundations 
2009, 117.) 
Peruskäsitteitä muutoshallintaan ovat muutospyyntö, normaali muutos, standar-
dimuutos ja hätämuutos. Muutospyyntö on pyyntö, joka muuttaa yhtä tai useampaa 
konfiguraation rakenneosaa (CI). Normaali muutos noudattaa normaalia prosessin 
kaavaa. Se voi olla palvelukomponentin tai palveluun liittyvän dokumentaation muu-
tos, lisäys tai poisto. Standardimuutos on etukäteen määritelty, vähäriskinen ja suh-
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teellisen yleinen muutos. Hätämuutoksia tehdään silloin, jos IT-palvelun toiminta häi-
riintyy ja sillä on negatiivisia vaikutuksia liiketoiminnalle. (IT-palveluhallinta ITIL v3 kä-
sikirja 2009, 110.) 
2.4.3 Palveluomaisuuden- ja konfiguraationhallinta 
Palveluomaisuuden- ja konfiguraatiohallinnan tavoitteena ovat ylläpitää ajantasaista 
konfiguraatiotietoa, niin historiallisen, suunnittelun kuin nykyisen tilan osalta. Se yllä-
pitää virheettömiä konfiguraatiotietueita, hallinnoi palveluomaisuutta sekä konfigu-
raation rakenneosia. Konfiguraation rakenneosa (CI, Configuration Item) voi olla pal-
velukomponentti, omaisuuserä, joka on konfiguraatiohallinnan kontrolloima. Riippu-
vuuksia ylläpitämällä konfiguraation rakenneosien välillä luodaan palveluomaisuu-
den, palvelujen ja infrastruktuurin looginen malli. Riippuvuus on kahden konfiguraa-
tio-osan välillä oleva linkki. Konfiguraation muodostaa konfiguraation rakenneosat. 
Kaikille konfiguraation rakenneosille määritellään perustaso, jonka takaa konfiguraa-
tion hallinta. Jos julkaisu tai muutos epäonnistuu, voidaan palautua tunnettuun kon-
figuraatioon IT-infrastruktuurin perustason avulla (CMS). (IT-palveluhallinta ITIL v3 
käsikirja 2009, 113-115.) 
Konfiguraatiotietokanta (CMDB, Configuration Management Database) on paikka, jo-
hon tallennetaan konfiguraation rakenneosien konfiguraatiotiedot. Yksi tai useampi 
konfiguraatiotietokanta muodostaa konfiguraatiojärjestelmän (CMS, Configuration 
Management System). Konfiguraatiojärjestelmässä voi myös sijaita tilannevedokset, 
jotka ovat tallennettuja tiloja tietyistä ajankohdista. (IT-palveluhallinta ITIL v3 käsi-
kirja 2009, 116-117.) 
Palveluomaisuuden- ja konfiguraatiohallintaan liittyy myös lopullinen mediakirjasto 
(DML, Definite Media Library), joka on suojattu varmuusvarasto, missä säilytetään ja 
valvotaan ohjelmisto- ja dokumentaatioversioita. (Wakaru Official course material 
ITIL v3 Foundations 2009, 123.) 
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2.4.4 Julkaisun ja käyttöönoton hallinta 
Palvelusuunnittelussa määritettyjen polkujen tuottamiseksi tarvitaan julkaisun ja 
käyttöönoton hallinta, jonka tarkoituksena on varmistaa toimivuus ja eheys tuotanto-
ympäristössä. Sen avulla varmistetaan että julkaistut paketit on suuunniteltu, raken-
nettu, asennettu, testattu ja otettu käyttöön tehokkaasti aikataulussa. (Wakaru Offi-
cial course material ITIL v3 Foundations 2009, 125.) 
2.4.5 Palvelun validointi, testaus ja evaluointi 
Päämäärä validoinnilla ja testauksella on varmistaa odotetun ja sovitun lisäarvon toi-
mittaminen. Jos testausta ei suorita kunnolla, tuottaa se ylimääräisiä ongelmia ja insi-
denttejä. Palvelujen testauksella varmistetaan, että uudet tai muuttuneet palvelut 
ovat käyttöön sopivia ja tarkoituksenmukaisia. (IT-palveluhallinta ITIL v3 käsikirja 
2009, 123.) 
Kun palvelua verifoidaan mittaamalla kohteen suorituskyvyn hyväksyttävyyttä, hinta-
laatu suhdetta, palvelun jatkuvuutta, onko palvelu käytössä, tai maksetaanko siitä, 
kutsutaan tätä evaluoinniksi. Se tuottaa tärkeää tietoa palvelukehityksen ja muutos-
hallinnan tulevalle kehittämiselle. Riskien välttämiseksi luodaan evaluointiraportti 
jonka perusteella muutos voidaan hyväksyä tai kieltää. Evaluointiraportti sisältää 
myös poikkeamaraportin ja tarvittaessa validointi- ja laatuhyväksyntälausunnon. (IT-
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palveluhallinta ITIL v3 käsikirja 2009, 128.) Palvelun validointiin, testaukseen ja evalu-
ointiin voidaan käyttää hyödyksi ITIL v3 määrittelemiä testiaktiviteetteja (ks. kuvio 8). 
 
Kuvio 8. Palvelun validiointi, testaus ja evaluointi (IT-palveluhallinta ITIL v3 käsi-
kirja 2009, 124) 
2.5 Palvelutuotanto 
2.5.1 Yleistä 
Palvelutuotanto varmistaa, että palvelut toimitetaan ilman keskeytyksiä ja tehok-
kaasti. Sen tehtävä on koordinoida ja toteuttaa prosesseja ja aktiviteetteja, joita tar-
vitaan hallitsemaan ja tuottamaan sovitun tasoisia palveluita, jotka on määritelty pal-
velutasosopimuksessa. Palveluiden tuottamiseen ja hallitsemiseen tarvittavista tek-
nologioista vastaa myös palveluntuotanto. Palvelutuotanto prosessiin kuuluu herät-
teidenhallinta, häiriöhallinta, palvelupyyntöprosessi, ongelmanhallinta ja pääsynhal-
linta. Se sisältää funktioita kuten palvelupiste, IT-käyttöpalvelun hallinta, tekninen 
hallinta ja sovellushallinta. Useimmat näistä sisältää aktiviteetteja, jotka tapahtuvat 
palvelun elinkaaren eri vaiheissa. (AXELOS Limitied 2011, 113.) 
2.5.2 Herätteiden hallinta 
Heräte on eroteltavissa tai havaittavissa oleva tapahtuma ja tapahtumalla on merki-
tystä IT-palvelun tai IT-infrastruktuurin toimimiseen. Tapahtuma voi johtaa mahdolli-
seen evaluointiin. Prosessia, joka valvoo kaikkia IT-infrastruktuurissa olevia herät-
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teittä, kutsutaan käsitteellä herätteidenhallinta, joka mahdollistaa palvelun normaa-
lin toiminnan. Odottamattomat herätetilanteet voidaan automatisoida herätteiden-
hallinnan avulla, joka eskaloi ja jäljittää poikkeamat. Poikkeamasta muodostuu häly-
tys, joka voi kertoa esimerkiksi virhetilanteesta. Kun käyttäjä sisäänkirjautuu sovel-
lukseen, on se normaalia toimintaa ilmaiseva heräte. Jos käyttäjän autentikointi ei 
onnistu, on se epänormaalia toimintaa ilmaiseva heräte. Herätteet jotka ilmaisevat 
epätavallista, mutta ei poikkeuksellista toimintaa voi olla esimerkiksi palvelimen 
muistin käyttö joka kasvaa seitsemän prosenttia. Herätteiden hallinnan monitorointi 
voi olla aktiivista tai passiivista. Aktiivisella monitoroinnilla kysellään laitteiden tilaa ja 
passiivisessa monitoroinnissa laite ilmoittaa itse tilastaan. (Wakaru Official course 
material ITIL v3 Foundations 2009, 140.) 
Aivan jokaista herätettä ei kannata rekisteröidä, koska niitä esiintyy jatkuvasti. Siksi 
on syytä ymmärtää, mitä herätteitä kannattaa havaita (ks. kuvio 9). Konfiguraation 
rakenneosat voidaan suunnitella siten, että se luo raportin jos jotkin tietyt kriteerit 
täyttyvä, tai pollaamalla jotain tiettyä laitetta. Agentti tai hallintatyökalu voi havaita 
herätteen ja tulkita sen. Herätteiden suotimien avulla suodatetaan aktiviteetteja ja 
päätetään onko se olennaista ilmoittaa hallintatyökalulle tai agentille. Herätteet voi-
daan luokitella omiin kategorioihin, onko tapahtuma informatiivinen, hälytys vai 
poikkeus. Korreloinnilla voidaan tämän jälkeen kategorisoida herätteen merkitys ja 
määrittää mahdolliset toimenpiteet. Tunnistaessa heräte, vaaditaan vaste, jonka 
käynnistävää mekanismia kutsutaan liipaisimeksi tai triggeriksi. Vastevaihtoehtoja voi 
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olla useita, kuten lokiin kirjaaminen, insidentin luominen tai hälytys. (IT-palveluhal-
linta ITIL v3 käsikirja 2009, 139-140.)  
 
Kuvio 9. Herätteiden hallinnan malliprosessi (Service Operation 2011, 64.) 
2.5.3 Tapahtumien hallinta 
Kun IT-palvelussa tapahtuu odottamaton laatupoikkeama tai IT-palvelun keskeytys, 
on kyseessä insidentti. Tapahtumanhallinta käsittelee jokaisen insidentin, joka voi 
olla toimintahäiriö, kysely asiakkailta tai valvontatyökalujen havaitsema ja rapor-
toima tapahtuma. On hyvä erottaa insidentin ja ongelman ero. Insidentti on yksi ta-
pahtuma, kun ongelma on yhden tai useamman insidentin tuntematon syy. Kuviossa 
10 on kuvattu tapahtumanhallinnan prosessi alusta loppuun. Siinä insidentti havai-
taan, luodaan ja sille määritellään tyyppi, vaikutus ja kiireellisyys. Näiden jälkeen insi-
dentti kirjataan palvelupyynnöksi. Kun kaikki insidentin tuntomerkit ovat selvillä, suo-
ritetaan sille diagnoosi. Jos palvelupisteessä insidenttiä ei osata suoraan ratkoa, eska-
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loidaan se toiselle funktiolle (funktionaalinen eskalointi) lisätuen saamiseksi, tai vaka-
vammassa insidentissä ilmoitetaan siitä suoraan IT-johdolle (hierarkinen eskalointi). 
Jokaisessa sellaisessa tapauksessa, jossa insidentille ei löydy tunnettua ratkaisua, ote-
taan insdentti tutkittavaksi. Jos ratkaisu löytyy, voidaan käsittely päättää ja insidentti 
sulkea. Tapahtumien hallinnan päämääränä on palauttaa palvelu normaaliksi niin no-
peasti kuin mahdollista. (IT-palveluhallinta ITIL v3 käsikirja 2009, 142-144.) 
 
Kuvio 10. Esimerkki tapahtumien hallinnan prosessikaaviosta (Service Operation 
2011, 77.) 
Kuviossa 10 näkyy myös palvelupyyntö ja palvelupyyntöprosessi. Palvelupyyntö ter-
minä käsittää käyttäjien IT-osastolle tekemiä pyyntöjä. Pyyntö voi olla muun muassa 
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neuvoa, informaatiota tai pääsynhallintaan liittyvää. Se voi siis olla esimerkiksi ohjel-
miston asennuspyyntö, salasanan vaihto, tai ihan mikä tahansa työasemaan liittyvä 
pyyntö. Käyttäjältä tulevat palvelupyynnöt käsittelee palvelupyyntöprosessi. Prosessi 
voidaan suunnitella etukäteen, jos se on säännöllisesti toistuvaa. (Wakaru Official 
course material ITIL v3 Foundations 2009, 147-148.) 
2.5.4 Ongelmien hallinta 
Kaikkien ongelmien elinkaaren hallinnasta vastaa ongelmanhallinta. Kuten aikaisem-
min mainitsin, johtuu ongelma yhdestä tai useammasta insidentistä. Päätavoite on-
gelmanhallinnalla on estää insidentin tai ongelman esiintyminen palvelussa. Sen tar-
koitus on myös minimoida mahdolliset insidenttien vaikutukset jos insidenttiä ei voi 
estää. Yleisin insidentin aiheuttaja on palvelun komponentissa oleva vika, joka ai-
heuttaa insidentin. Jos lopullista ratkaisua ei ole, ongelman poistamiseen voidaan 
käyttää väliaikaisratkaisua, jolla saadaan minimoitua ongelman vaikutukset. Tulevien 
ongelmien käsittelemiseksi voidaan laatia ongelmamalli, joka muodostaa tunnettujen 
virheiden tietokannan (KEDB, Know Error Database). Sen avulla voidaan ohjata aika-
rajoja, vastuita ja tarvittavia toimenpiteitä. (Wakaru Official course material ITIL v3 
Foundations 2009, 149-152.) 
Ongelmien hallinta voi olla reaktiivista tai proaktiivista ongelmanhallintaa. Reaktiivi-
nen ongelmanhallinta on tämänhetkisten insidenttien analysointia ja ratkaisua. 
Proaktiivinen ongelmanhallinta on enemmän tulevien insidenttien havaitsemista ja 
ehkäisemistä. (IT-palveluhallinta ITIL v3 käsikirja 2009, 148-150.) 
Käytännössä proaktiivisella ongelmanhallinnalla etsitään heikkouksia koko palvelu-
tuotannon prosesseista, jota yleensä johtaa konfiguraatiohallintajärjestelmä. Heik-
koudet voidaan johtaa takaisin ITIL elinkaaren aikaisempiin sykleihin esimerkiksi pal-




Kuviossa 11. on kuvattu tyypillinen ongelmien hallinnan prosessimainen selvitysme-
netelmä ITIL-standardin mukaisesti.  
 
Kuvio 11. Tyypillinen ongelmien hallinnan prosessi (Service Operation 2011, 102.) 
2.5.5 Palvelupiste 
Palvelupiste käsittelee palvelutapahtumia ja se on elintärkeä osa organisaation IT-
osastoa. Palvelupisteeseen tapahtumat tulevat puhelimen, infrastruktuurin tai inter-
netin välityksellä ja sen on oltava IT-käyttäjien keskitetty yhteydenottopiste (SPOC, 
Single Pint of Contact). Tapahtumien tallentamiseen ja kirjaamiseen käytetään jon-
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kinlaista toiminnanohjausjärjestelmää, jonka avulla tapahtumat kirjataan ylös. Tehtä-
vänä palvelupisteellä on palauttaa normaali palvelutaso käyttäjille mahdollisimman 
nopeasti ja normaali palvelutaso määräytyy SLA-sopimuksen mukaisesti. Se voi olla 
virheen ratkaisemista, kysymykseen vastaamista tai palvelupyynnön käsittelemistä. 
On olemassa erilaisia palvelupisteitä, kuten paikallisia-, keskitettyjä-, virtuaalisia- ja 
erikoistuneita palvelupisteitä, myös Follow-the-sun palvelu on eräänlainen palvelu-
piste. Paikallinen palvelupiste sijaitsee fyysisesti paikassa, tai hyvin lähellä paikkaa, 
missä asiakkaat ovat. Jos yrityksellä on useampia palvelupisteitä ja ne päätetään yh-
distää yhteen paikkaan, on silloin kyseessä keskitetty palvelupiste. Follow-the-sun 
palvelupisteellä saadaan muodostettua 24/7 palvelu, jossa kaksi tai useampi palvelu-
piste eri maanosissa on muodostettu yhdeksi palvelupisteeksi. Jos jokin tietty IT-pal-
velu, tapahtuma tai insidentti vaatii erikoisasiantuntijoiden palvelua, voidaan silloin 
puhua erikoistuneesta palvelupisteestä. (Wakaru Official course material ITIL v3 
Foundations 2009, 156-158.) 
Palvelupisteen tehtäviä normaalin tilanteen palauttamiseksi on palvelupyyntöjen vas-
taanottaminen ja tietojen ylös kirjaaminen, ensimmäisen asteen diagnosointi ja mah-
dollinen ratkaisu tässä vaiheessa. Jos palvelupisteessä tapahtumaa ei saada suoraan 
ratkaistua, eskaloidaan se eteenpäin. Palvelupisteen tehtäviin kuuluu myös insident-
tien ylläpito, niiden sulkeminen tai edistymisestä tiedottaminen asiakkaalle. Palvelu-
pisteen suorituskykyä tulisi mitata mittareilla, joiden kohteina ovat muun muassa 
palvelupisteen tehokkuus, kypsyystaso, potentiaalit, sen vaikuttavuus sekä tehdyt 
asiakastyytyväisyyskyselyt. (IT-palveluhallinta ITIL v3 käsikirja 2009, 161.) 
2.6 Jatkuvan palvelun kehittäminen 
2.6.1 Yleistä 
Jatkuvan palvelun kehittäminen (CSI, Continual Service Improvement) keskittyy te-
hokkuuden lisäämiseen ja maksimointiin, sekä kulujen optimoimiseen. Tämän var-
mistamiseksi ainoa keino on tunnistaa kehitysmahdollisuudet koko IT-palveluhallin-
nan prosessien pohjalta. Lähtökohtana jatkuvan palvelun kehittämiseen on luoda 
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CSI-kehittämisprosessi, joka kuvaa kuinka palvelun kehittämistä raportoidaan ja mita-
taan. Lopputuloksena tästä syntyy palvelun kehittämissuunnitelma. Jatkuvan palve-
lun kehittämiseen hyödynnetään seitsenvaiheista kehitysprosessia, jota käydään hie-
man myöhemmin läpi. Havainnollistaakseni lähtötilannetta on kuviossa 12. kuvattu 
CSI-mallin ja seitsenvaiheisen kehitysprosessin konsepti, missä sisempi konsepti ku-
vaa CSI-mallia ja ulompi kehä seitsenvaiheista kehitysprosessia. (Continual Service 
Improvement 2011, 35.)  
 
Kuvio 12. CSI-malli implementoituna seitsenvaiheiseen prosessiin (IT-palveluhal-
linta ITIL v3 käsikirja 2009, 163.) 
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2.6.2 Seitsenvaiheinen kehitysprosessi 
Seitsenvaiheisen kehitysprosessin jokainen vaihe tulee huomioida. Keskeisin käsite 
mittaaminen ei ole itse päämäärä, mutta on kuitenkin syytä pitää mielessä ajatusta 
siitä, miksi mitataan. (Continual Service Improvement 2011, 39) 
Ensimmäisessä vaiheessa tunnistetaan strategisesti parannettavat kohteet. Siinä 
muodostetaan kokonaiskuvaa määrittelevä visio liiketoiminnan-, strategisista-, takti-
sista- ja operatiivisista tarpeista mittarille. Toisessa vaiheessa määritetään mittauk-
seen pystyvyyttä, mitä mahdollisuuksia tai rajoituksia IT-organisaatiossa on. Hyvänä 
ajatuksena tähän toimii: ”Missä olemme nyt ja mitä haluaisimme olla?”. Kolmas 
vaihe seitsenvaiheisessa kehitysprosessissa on tärkein. Siinä kerätään dataa, joka 
vaatii monitorointia. Sillä varmistetaan, onko organisaatio saavuttanut päämäärän. 
Data voidaan kerätä kokoon monesta eri lähteestä, kuten mittareista, jotka mittaavat 
päämäärien ja tavoitteiden saavuttamista.  Neljännessä vaiheessa käsitellään dataa, 
jossa dataa käsiteltäessä on määriteltävä soveltuvat esitysmuodot eri kohderyhmille. 
Datan analysoinnissa, eli viidennessä vaiheessa valmistellaan liiketoiminnalle esittä-
mistä varten eroavaisuudet ja mahdolliset selvitykset. Kuudennessa vaiheessa esitel-
lään ja käytetään dataa informoimaan sidosryhmää päämäärien saavuttamisesta. 
Tämä kohta vastaa kysymykseen: ”Pääsimmekö tavoitteeseen?”. Lopuksi seitsemän-
nessä vaiheessa toteutetaan korjattavat toimenpiteet, tehdään parannuksia ja aloite-
taan sykli alusta. (Continual Service Improvement 2011, 39-40.) 
2.6.3 Palvelun raportointi 
Raporttien palvelutasojen kehittymisestä ja saavutetuista tuloksista vastaa palvelura-
portointiprosessi, ja sillä osoitetaan IT-liiketoiminnan tuottama lisäarvo. Raportin si-
sältö, rakenne ja raportointitiheys tulee sopia yhteen liiketoiminnan kanssa. Palvelu-
raportointiprosessi muuntaa tietämyksen viisaudeksi, jota tarvitaan strategisten ja 
operatiivisten päätöksien tekemiseksi. Raportointisäännöistä muodostuu politiikka 
tai toiselta nimeltään raportointiviitekehys. Tuo kyseinen politiikka laaditaan palvelu-
suunnittelun ja liiketoiminnan kanssa liiketoimintayksiköittäin. Tämän jälkeen rapor-
tista voidaan erotella esimerkiksi tuotanto- ja myyntiosastot. Joskus on mahdollista 
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toteuttaa raportit automatisoidusti, kun politiikka on määritelty. Raportteja laatiessa 
on syytä muistaa kuitenkin, että asiakas ei ole kiinnostunut palveluun käytetystä inf-
rastruktuurin toimimisesta vaan palvelusta kokonaisuutena, jota voidaan verrata esi-
merkiksi palvelutasosopimukseen. (IT-palveluhallinta ITIL v3 käsikirja, 167-168.)  
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3 MEDI-IT OY:N NYKYTILANNE 
3.1 Yleistä 
Medi-IT Oy toimittaa Sote-ICT ratkaisuja. Tänä päivänä tilanne tietojärjestelmä IT-ym-
päristöissä on hyvin heterogeeninen. Tästä johtuen esimerkiksi SLA-sopimukset eri 
sovelluksiin on Keski-Suomen sairaanhoitopiirin (KSSHP) ja yritysten X välillä, joihin 
Medi-IT Oy antaa tietoteknistä tukea. Hyvänä esimerkkinä tästä on eräs potilastieto-
järjestelmä. Yritys vastaa potilastietojärjestelmän sovelluskokonaisuudesta sopimuk-
sellisesti suoraan asiakkaalle (KSSHP) ja toimittaja (Medi-IT) vastaa sovelluksen tuki-
palveluun liittyvästä toimittajahallinnasta käytännössä. 
Tällä hetkellä Jyväskylässä Medi-IT Oy ei vastaa koko verkkoinfrastruktuurin toimin-
nasta, vaan ylläpitää päätelaitteita, niiden oheislaitteita, sovelluksia ja palvelimia. 
Medi-IT Oy:n organisaatio koostuu kehitys-, muutos-, sovellus-, käyttö- ja tukiyksi-
köstä. 
Kokonaiskuvan kartoittamiseksi on syytä selvittää nykyinen tilanne, jonka perusteella 
voidaan häiriönhallintaa tehostaa. Myös insidenttien käsittely ja mittarit ovat oleelli-
nen osa IT-palveluhallintaa, jonka vuoksi kokonaiskuva käydään tarkemmin läpi lu-
vuissa 3.2-3.6.  
3.2 Palveluluettelo ja palvelutasot 
Medi-IT Oy:n tarjoamat palvelut voidaan jakaa kahteen luetteloon, liiketoiminnan 
palveluluetteloon ja tekniseen palveluluetteloon. Liiketoiminnan puoli sisältää tiedot 
palveluista ja tekninen osa yksityiskohtaiset tiedot palveluista. Palveluluettelon esit-
telemiseksi käytän osittain Medi-IT Oy:n käytössä olevaa toiminnanohjausjärjestel-
mää Efecteä, johon on myös listattu KSSHP:n palveluluettelot.  
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3.2.1 Liiketoiminnan palveluluettelo  
Asiakkaalle näkyvä palveluluettelo tietotekniikkatuen, eli käyttöyksikön osalta koos-
tuu hankinta-, jakelu-, tulostus- ja työasemapalveluista, sekä käyttövaltuushallinasta 
ja tietoturvasta. Sovellustuen osalta palveluluettelo koostuu potilastietojärjestel-
mistä. Kuviossa 13. on havainnollistettu asiakkaalle näkyvä liiketoiminnan palvelu-
luettelo molempien yksiköiden mukaisesti.  
 
Kuvio 13. Medi-IT Liiketoiminnan palveluluettelo 
Palvelutaso koostuu palveluajasta ja palvelupyyntöjen priorisoinnista, joka määritel-
lään Medi-IT:n ja KSSHP:n välisessä puitesopimuksessa. Palveluaika asiakkaan jäsen-
kunnille ja kuntayhtymille tietotekniikkatuella tapahtuu klo 7.15–16.15 välisenä ai-
kana ja sovellustuella klo 7-17 välisenä aikana. Medi-IT:ssä on myös 24/7 palvelu joka 
toimii näiden virka-aikojen ulkopuolella.  
Kun palvelupyynnöt kirjataan, priorisoidaan ne kriittisyyden perusteella neljään eri 
kategoriaan: ei aikarajoitetta, normaali, kiireellinen ja erittäin kiireellinen. Palveluta-
sosopimuksessa on määritelty, että reagointiaika erittäin kiireellisissä tapauksissa on 
15 minuuttia ja ratkaisuaika siinä 4h. Kiireellisissä tapauksissa reagointiaika on 1 tunti 
ja ratkaisuaika 1 työpäivä. Normaalissa tapauksessa reagointiaika palvelupyynnölle 
on 1 työpäivä ja ratkaisuaika 5 työpäivää. (KSSHP:n kuntayhtymän ja Medi-IT Oy:n vä-
linen puitesopimus 2013, 12.) 
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3.2.2 Tekninen palveluluettelo 
Tekninen palveluluettelo koostuu tukipalveluista ja komponenteista. Tukipalvelut kä-
sittävät ohjelmistoja ja niiden pääsynhallintaan tietotekniikkatuki ja sovellustuki an-
taa tukea. Ohjelmistoja tietokantaan on kirjattu 202 kappaletta. Ohjelmistoihin on 
kirjattu palvelin, jolle se on asennettu, vastuuhenkilö(t), kirjauspäivämäärä, mahdolli-
nen pääkäyttäjä ja tarvittaessa lyhyt informaatio ohjelmiston asennuksesta. Kuviossa 
14. on laskunkäsittelyohjelmasta kirjaus tietokantaan. 
 
Kuvio 14. Ohjelmiston informaatio palveluluettelossa 
Komponentit käsittävät infrastruktuurin fyysiset laitteet, joita ovat näytöt, työase-
mat, oheislaitteet, mobiililaitteet, palvelimet ja niin edelleen. Kuvion 15. vasemmassa 
laidassa on laitteistotietokannan puumainen rakenne ja oikealla puolella esimerkkinä 
oheistulostimia, tulostimien malli ja tila.  
 
Kuvio 15. Komponenttien informaatio palveluluettelossa 
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3.3 Toimittajan palvelutuotanto 
Kuviossa 16. on kuvattu Medi-IT Oy:n karsittu palvelutuotannon toimintamalli. Toi-
mintamalli koostuu kolmesta tasosta. Ensimmäisellä tasolla otetaan palvelupyynnöt 
vastaan, jossa yritetään ratkoa tapahtuma ja noin 70 % ongelmista ratkeaa tällä ta-
solla. Jos tapahtuma ei ratkea suoraan, analysoidaan ja priorisoidaan tapahtuma sekä 
eskaloidaan se toiselle tasolle. Toiseen tasoon kuuluvat sovellusvastaavat ja asiantun-
tijat. Jos ongelma ei ratkea tälläkään tasolla, on kyseessä kolmannen osapuolen, eli 
pääsääntöisesti ohjelmistotoimittajan tai KSSHP:n sisäisien toimittajien ongelma. 
KSSHP:n sisäisiä toimittajia ovat muun muassa lääkintätekniikka ja sähkötekniikka. 
Lääkintätekniikka toimii läheisesti Medi-IT Oy:n kanssa, koska se vastaa lähiverkosta 
Keski-Suomen keskussairaalassa. 
 
Kuvio 16. Medi-IT Oy:n palvelutuotannon toimintamalli 
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3.4 Toiminnanohjausjärjestelmä Efecte 
Medi IT Oy käyttää tällä hetkellä palvelupyyntöjen käsittelyyn Efecte:n versiota 6.1. 
Sitä käytetään palvelupyyntöjen luontiin ja käsittelyyn sekä laitteistotietokantana. 
Sen vahvuuksia ovat yksinkertaisuus, monipuoliset hakuvaihtoehdot, selkeä graafi-
nen käyttöliittymä ja monipuolinen hallinta. 
Palvelupyynnöt luodaan pääsääntöisesti silloin, kun asiakas soittaa tai kirjoittaa säh-
köpostia tapahtumasta Help Deskiin. Palvelupyynnön pakollisia kirjauksia ovat asiak-
kaan nimi, yhteydenottotapa, aihe, kuvaus, tila, palvelu, palvelun tarkenne, priori-
teetti sekä tiimi. Asiakastietokantana käytetään AD (Active Directory) käyttäjätieto-
kantaa, eli hakemistopalvelinta, jonka pohjalta voidaan etsiä ja lisätä käyttäjä. Yhtey-
denottotapa on joko käynti, paperiposti, puhelinsoitto tai sähköposti. Aihe ja kuvaus 
kertovat informaation insidentistä. Ne ovat vapaasti täytettävissä, mutta pakollisia 
osioita, jossa aiheessa kuvataan ongelma lyhyesti ja kuvauksessa tarkemmin. Tila 
määrittää onko työ uusi, työn alla, odottaa asiakasta, odottaa kolmatta osapuolta, 
uudelleen osoitettu, ratkaistu vai suljettu. Palvelu voi olla joko hankinta-, jakelu-, tu-
lostus-, työasema-, käyttövaltuushallinta- tai tietoturvapalvelu. Jokaisessa palvelussa 
on useampi vaihtoehto, kuten työasemapalvelu voi olla laiteasennus. Prioriteetin 
määrittää puhelun vastaanottanut henkilö. Sille ei ole pakko laittaa aikarajoitetta, 
mutta yleensä prioriteetti on normaali, kiireellinen tai erittäin kiireellinen. Normaalin 
prioriteetin omaava palvelupyyntö voi olla käytännössä esimerkiksi työasema-asen-
nus, kun taas erittäin kiireellinen voi olla palvelimen toimimattomuus, joka estää IT-
infrastruktuurin normaalin toiminnan. Tiimi välittää työpyynnön oikealle tiimille. Pal-
velupyyntöjen luontiin voidaan käyttää myös valmiita mallipohjia, jotka nopeuttavat 
palvelupyyntöjen luontia. 
Palvelupyyntöön voidaan lisätä myös tarkentavaa tietoa. Pyyntöön voidaan esimer-
kiksi liittää työasemat isäntänimellään, sovellukset ja lisätä liitetiedostot.  
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3.4.1 Tukipyyntöjen käsittely 
Kun tukipyyntö, eli palvelupyyntö on kirjattu kantaan, ottaa jokin tietotekniikkatuen 
tai sovellustuen henkilö sen työstettäväkseen. Jos työpyyntö vaikuttaa yksittäiseltä 
insidentiltä, on se rutiinityötä, jolloin sen voi ottaa kuka tahansa tietotekniikkatuen 
tai sovellustuen henkilö työn alle. Jos työpyyntö vaikuttaa haastavammalta, voidaan 
se eskaloida suoraan toisen tason henkilökunnalle, joita ovat sovelluksen pääkäyttä-
jät tai järjestelmäasiantuntijat. Tukipyyntöjen käsittelyssä yritetään ottaa silmämää-
räisesti kantaa myös siihen, jos samankaltaisia IT-palvelun normaalin toiminnan estä-
viä insidenttejä on useampia. Silloin kyseessä on ongelma, joka siirretään järjestelmä-
asiantuntijoille, eli toisen tason syväosaajille ja siitä tehdään tarvittaessa tiedotus.  
3.4.2 Ratkaisutietokanta 
Toiminnanohjausjärjestelmässä Efectessä on ratkaisutietokanta, jota voidaan hyö-
dyntää insidenttien ratkomisessa. Efecteä käytetään siis tunnettujen virheiden tieto-
kantana (KEBD). Sinne on kirjattu, sekä insidenttien että ongelmien korjaus- tai ohi-
tusmenetelmiä. Tällä hetkellä sen käyttö ei ole niin tehostettua Medi-IT Oy:n organi-
saatiossa, ja sieltä puuttuu ongelmien kategorisointi kokonaan, eli kaikki insidentit ja 
ongelmat on kirjattu samaan kantaan. Sen tarkoitus on helpottaa palvelupyyntöjen 
hallintaa ja nopeuttaa käsittelyä. Kun uusi ratkaisu luodaan, määritellään siihen lyhy-
esti ratkaisun tai ohjeen nimi, esimerkiksi sanelukapulan asennus. Tämän jälkeen sii-
hen kirjoitetaan tekninen ratkaisu, joka voi esimerkiksi olla vaihe-vaiheelta kirjoitettu 
ohjeistus, mitä täytyy tehdä sanelukapulan asennuksessa. Kuviossa 17. on esimerkki 




Kuvio 17. Ratkaisutietokanta esimerkki 
Kun uusi ratkaisu on luotu, sille muodostuu Efecte ID. Efecte ID on yksilöllinen sarja-
numero ratkaisulle. Ratkaisu voidaan lisätä palvelupyyntöön tarvittaessa joko otsikon 
perusteella tai kyseisen Efecte ID:n perusteella. 
3.5 Tiedotus 
Mikäli tiedotusta tarvitseva häiriö ilmenee, on kyseessä häiriötiedotus. Häiriötiedotus 
toteutetaan, jos potilastietojärjestelmien käytössä ilmenee häiriötilanne. Se voi joh-
tua sovelluksen, osasovelluksen, alueverkon häiriöstä tai palvelinhäiriöstä. Häiriö voi 
myös johtua sisäverkossa ilmenneestä ongelmasta. Ne voivat olla joko suunniteltuja 
tai ennalta-arvaamattomia. Tiedotus tehdään niille yksiköille, joita häiriö koskee. Häi-
riöstä tiedotetaan heti ja siitä annetaan väliaikaistiedotteita, mikäli ongelma ei poistu 
nopeasti. Kun ongelma on saatu poistettua tai kierrettyä, tehdään siitäkin ilmoitus. 
Jokaisesta häiriöstä tehdään erillinen analyysi ja toimenpide-ehdotus uusien vastaa-
vien tilanteiden välttämiseksi. Tiedottaminen on tiivistä yhteistyötä toimittajien ja 
KSSHP:n liittyvien toimijoiden kanssa. (KSSHP:n kuntayhtymän ja Medi-IT Oy:n väli-
nen puitesopimus 2013, 10.) 
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Kun päivityksien yhteydessä tulee muutoksia, jotka aiheuttavat käyttäjille toiminta-
mallimuutoksia, on kyseessä asiakastiedotus. Toimittaja arvioi muutoksen vaikutuk-
set ja ohjeistaa sekä tiedottaa muutokset palvelussa erikseen sovitulla tavalla. Asia-
kastiedotus pyritään kohdentamaan aina niille käyttäjille, joita tiedotus tai muutos 
koskee. (KSSHP:n kuntayhtymän ja Medi-IT Oy:n välinen puitesopimus 2013, 10.) 
3.6 Mittarit 
Mittareita tukipyyntöjen käsittelyyn on Medi-IT Oy:n käytössä vain yksi kappale. Ky-
seisellä mittarilla mitataan palvelupyyntöjen ratkaisuaikaa. Tällä mittarilla voidaan 
varmistua siitä, että asiakkaan vaatimat liiketoiminnan ehdot palvelutasosopimuk-
sessa täyttyvät. Palvelutason mittaaminen aloitetaan siitä, kun pyyntö vastaanote-
taan ja päätetään siihen, kun palvelupyyntö on ratkaistu ja siitä on ilmoitettu asiak-
kaalle. Reagointi- ja korjausaika muodostavat yhdessä ratkaisuajan. Jos palvelu-
pyyntö vaatii kolmannen osapuolen ratkaisua, ei sitä huomioida asiakkaan ja toimit-
tajan välisessä palvelutasosopimuksessa.  
3.7 Monitorointi 
IT-palvelun jatkuvuuden varmistamiseksi täytyy kriittisimpiä palveluita monitoroida. 
Erilaiset sovellukset vaativat erilaista monitorointia. Riippuen mikä palvelu on ky-
seessä, voidaan hälytys aiheuttaa, jos se täyttää tarvittavat kriteerit, esimerkiksi pal-
velimen muistinkäytön liiallinen kasvaminen tai verkkoyhteyden katkeaminen.  
Jyväskylässä fyysisiä- ja virtuaalisia palvelimia Medi-IT:ssä valvotaan Microsoftin Sys-
tem Center Operation Manager 2012 (SCOM) avulla. Monitorointi perustuu erilaisiin 
hallintapaketteihin, riippuen siitä, mikä on palvelimen rooli. Jokaiselle virtuaalipalve-
limelle on asennettu SCOM valvonta agentti, jonka avulla virtuaalipalvelin voidaan 
liittää osaksi SCOM:ia.  
Medi-IT Oy monitoroi Jyväskylässä myös sovellusten liityntärajapisteitä ja Solidus pu-
helinjärjestelmää.   
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4 SUUNNITTELU JA TOTEUTUS 
4.1 Ongelman prosessimainen selvitys 
Olennaisinta Medi-IT Oy:n käyttöön olisi luoda IT-palveluhallintaan pohjautuva vaka-
vien insidenttien hallintaan liittyvä prosessi (Major Inscident Management). Vakavat 
insidentit ovat vakavia liiketoiminnan kannalta. Vakavien insidenttien hallinnan pro-
sessilla konkreettinen tavoite on nopeuttaa insidentin ratkaisuaikaa. Tavoitteena 
tällä prosessilla on nopeuttaa elpymistä vakavan insidentin ilmettyä, tai sen kiertä-
mistä. Kyseiseen prosessiin voidaan määritellä organisaation sisällä käsittelyryhmä, 
eli niin sanottu vakavien tapahtumien ryhmä (Major Incident Team), asiantuntijoiden 
tukiryhmä tai kolmannen tason tukiryhmä. Vakavien insidenttien tukiryhmä koostuu 
IT-johtajista, asiantuntijoista ja tapahtuman käsittelyyn määritetystä johtajasta. (Ser-
vice operation 2011,75.) 
Mitä tämä käytännössä Medi-IT Oy:n organisaatiossa tarkoittaa, tarkoittaa se sitä jos 
IT-infrastruktuurissa havaitaan vakava insidentti, määrätään siihen ainakin yksi hen-
kilö selvittämään insidenttiä, joka tukeutuu tarvittaessa IT-johtajiin, asiantuntijoihin 
ja kolmansiin osapuoliin. 
Insidentit ovat aina tapauskohtaisia ja ne on syytä priorisoida sovitulla tavalla. Lu-
vussa 4.1.5 on käyty vakavien insidenttien prosessikuvaus tarkemmin läpi. 
4.1.1 Insidentin priorisointi organisaatiossa 
Insidenttien käsittelynopeuteen on luotu matriisimainen taulukko, jota organisaatio 
voi soveltaa omalla tavallaan. Taulukossa 1. on ITIL v3, 2011 kuvaama taulukko, jossa 
kriittisyys määräytyy vaikutuksen ja kiireellisyyden perusteella. Siinä vaiheessa kun 
insidentin taso on korkea sekä kiireellisyys- että vaikuttavuus asteikolla, on kyseessä 
kriittinen tilanne. (IT Processmaps, 2014.) 
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Taulukko 1. Insidentin vaikutus ja kiireellisyys 
 
Tässä kappaleessa on määritelty ehdot tapahtuman priorisointiin, jota voidaan hyö-
dyntää Medi-IT Oy:n organisaatiossa. 
Kun tapahtuma täyttää korkean kiireellisyystason, kasvavat insidentin aiheuttamat 
vahingot hälyttävän nopeasti ja sen nopealla käsittelyllä estetään vakava onnetto-
muus. Jos useat asiakaskunnat, eli sairaanhoitopiirin yksiköt kärsivät, kuuluu insi-
dentti edellä mainittuun ryhmään. Jos insidentin aiheuttamat vahingot kasvavat huo-
mattavasti, mutta ei merkittävästi ajan mittaan tai yksittäiset korkeamman palveluta-
son tarvitsevat käyttäjät kärsivät, täyttävät ne normaalin kiireellisyystason ehdot. Eh-
dot alhaiseen kiireellisyystasoon voi olla, ettei insidentti ole ajankohtainen tai sen ai-
heuttamat vahingot kasvavat lievästi ajan myötä.  
Vaikutuksien priorisointia käytetään myös taulukon täyttämiseen. Jos useat henkilö-
kuntaan kuuluvat ihmiset kärsivät eivätkä voi tehdä töitä tai liiketoimintaan aiheutuu 
vahinkoa hyvin suurella riskillä, kuuluu tapahtuma kiireellisen vaikutuksen luokkaan. 
Myös potilasturvallisuus on yksi tähän luokkaan kuuluva tekijä, eli jos tapahtuma vaa-
rantaa potilasturvallisuutta, voidaan sitä käyttää yhtenä kriteerinä. Jos potilastieto-
järjestelmä muuten toimii, mutta röntgenkuvat eivät näy siinä, on kyseessä potilas-
turvallisuutta vaarantava tekijä. Yrityksen imagon heikkeneminen, menetetyt hoito-
ajat ja suuret taloudelliset vaikutukset kuuluvat myös kiireellisen vaikutuksen piiriin. 
Normaalin vaikutuksen piiriin kuuluvat muun muassa kohtalaiset taloudelliset tap-
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piot, maineen heikkeneminen tai jos kohtalainen määrä IT-palvelua tarvitsevia asiak-
kaita kärsii. Tähän voidaan myös upottaa työn vaikeutuminen asiakkailla, esimerkiksi 
se, jos e-reseptin lähetys vaatii huomattavasti lisätyötä, että se saadaan lähetettyä 
eteenpäin. Jos tapahtuman taloudelliset vaikutukset ovat alhaiset, liiketoimintaan 
kohdistunut vahinko vähäistä tai työn teko vaikeutuu vain hieman, täyttää insidentti 
alhaisen vaikutustason ehtoja.  
Muodostamalla punainen lanka vaikutuksen ja kriittisyyden perusteella, voidaan tau-
lukosta 2. tarkastaa, kuinka nopeasti kyseinen insidentti tulisi ratkaista. (IT Process-
maps, 2014.) 
Taulukko 2. Insidentin priorisointi 
 
Medi-IT:n organisaatiossa tätä kyseistä menetelmää kannattaisi hyödyntää jokaisessa 
erittäin kiireellisessä tapahtumassa. Erittäin kiireelliset tapaukset tulisi arvioida tilan-
teen mukaan heti ensimmäisen tason palvelupisteessä. Medi-IT Oy:n palvelutasosopi-
muksessa on määritelty, että reagointiaika erittäin kiireellisissä tapauksissa on puite-
sopimuksessa määritelty 15 minuuttia ja ratkaisuaika 4 tuntia. Tästä johtuen tullaan-
kin priorisointitilanteeseen, jossa on selvitettävä, onko insidentin tilanne kriittinen 
vai korkea, eli erittäin kiireellinen. 
4.1.2 Insidentin diagnosointi organisaatiossa 
Kun tapahtumasta ilmoitetaan palvelupisteelle, analysoidaan se siinä tilanteessa kun 
käyttäjä on vielä puhelimessa. Puhelimessa tulisi kartoittaa tarkasti insidenttiin vai-
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kuttavat syyt. Varsinkin vakavien insidenttien tapauksissa, tämä helpottaa palvelu-
pyynnön suuntaamista oikealle henkilölle, jolloin ajallisesti palvelupyynnön käsittely 
nopeutuu. (Service Operation 2011, 80.)  
Monet insidentit toistuvat säännöllisin väliajoin, jolloin ne ovat tapahtumakohtaisesti 
tunnettuja. Käsittelijän tulisi osata kohdentaa tuntematon ongelma tai insidentti val-
miisiin ohjeisiin. Onnistunut insidentin kohdentaminen ratkaisutietokantaan on pal-
velutason ylläpitämisen kannalta tehokasta ja nopeaa. Se myös vähentää tapahtu-
man eskalointia asiantuntijoille tai järjestelmän pääkäyttäjille. (Service Operation 
2011, 80.)  
Medi-IT:n kannalta tämä johtaa siihen tilanteeseen, että järjestelmän pääkäyttäjien 
olisi syytä lisätä tunnettujen tapahtumien ohjeita ensimmäisen tason käyttöön, eli 
toisin sanoen ratkaisutietokantaan. Kuitenkaan ohjeiden lisääminen ei ole järkevää, 
jos se aiheuttaa oleellisesti pääsynhallintaan muutoksia.   
4.1.3 Vakavan insidentin tiedotus 
Kuviossa 18. on kuvattu Medi-IT Oy:n häiriötiedotuksen karsittu prosessi. Vakavan in-
sidentin toteamisen jälkeen edetään puitesopimuksessa määritetyn häiriötiedotus-
prosessin mukaisesti. Häiriötiedotuksia voivat olla sovelluksen toimimattomuus, sisä-
verkon-, alueverkon häiriö tai palvelinhäiriö. Häiriötiedote kohdennetaan oikealle 
kohderyhmälle. Tarvittaessa vakavasta insidentistä laaditaan väliaikaistiedotteita ja 




Kuvio 18. Häiriötiedotusprosessi 
4.1.4 Normaalin insidentin prosessi 
Havainnollistaakseni insidentin prosessin käsittelyä tällä hetkellä Medi-IT Oy:ssä, on 
se kuvattu uimaratamallina kuvioon 19. Insidentistä ilmoitus tapahtuu pääsääntöi-
sesti puhelinsoiton tai sähköpostin johdosta. Ilmoitus voi myös tulla herätteidenhal-
linnasta tai tapahtumanhallinnasta. Palvelupisteellä ilmoitus otetaan vastaan ja kirja-
taan siitä tarkat tiedot ylös, kuten asiakkaan nimi, puhelinnumero, kuvaus ongel-
masta. Tämän jälkeen tehdään sille luokittelu ja priorisointi. Jos insidentti vaikuttaa 
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vakavalta, siirrytään vakavien insidenttien prosessiin, muussa tapauksessa diagnosoi-
daan insidentti. Insidentti yleensä ratkeaa jo tässä kohdassa, jolloin palvelupyyntö 
suljetaan ja siitä ilmoitetaan asiakkaalle jo puhelimessa.  
Insidentin ratkaisemisessa voi tarvittaessa hyödyntää tunnettujen virheiden tietokan-
taa (KEBD). 
Tapahtuma saattaa kuitenkin olla haastavampi, jolloin se tarvitsee toisen asteen tu-
kea sovellusasiantuntijoilta tai jos kyseessä on verkkohäiriö, eskaloidaan se kolman-
nelle osapuolelle suoraan ensimmäiseltä tasolta. Tässäkin tapauksessa on syytä il-
moittaa asiakkaalle tilapäivityksenä, että tapaus on tutkinnan alla toisella organisaa-
tiotasolla tai kolmannella osapuolella. Sovellusvastaavat ja asiantuntijat kuuluvat toi-
sen asteen tukeen. Toisen asteen tuessa insidentti uudelleen diagnosoidaan ja tarvit-
taessa toisen asteen tuesta kysellään asiakkaalta lisätietoja. Insidentti joko ratkeaa 
tällä tasolla tai ei. Jos tapahtuma ratkeaa, kuitataan se Efecte toiminnanohjausjärjes-
telmästä pois, eli suljetaan tiketti ja ilmoitetaan siitä käyttäjälle. Tapahtuma, joka ei 
ratkea tässä vaiheessa, eskaloidaan kolmannelle osapuolelle. Kolmanteen osapuo-
leen kuuluvat pääsääntöisesti sovelluksen omat asiantuntijat.  
Jotkin tapaukset vaativat kolmatta osapuolta insidentin selvittämiseksi. Esimerkiksi 
verkkoviat siirretään lääkintätekniikan vastuulle ja UPS-viat sähkötekniikalle. Sovel-
lukset, jotka asiakas on ostanut suoraan ohjelmistotoimittajalta, tarvitsevat sovelluk-
sen omaa tukea. Kolmannen osapuolen tapauksissa jos insidentti ratkeaa, kuittaavat 
he palvelupyynnön ilmoittaneelle ihmiselle ratkaisun tai eskaloivat he insidentin ta-
kaisin, jos tapahtuma ei kuulu heille.  Jos insidentti ei ole ratkaistavissa, vaatii se sil-
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loin muutoshallintalautakunnan käsittelyä. Muutoshallinnan prosessi etenee sovel-
lusasiantuntijoilta IT-johdolle, joka tekee tarvittavat suunnitelmat sekä eskaloi tes-
tauksen ja toteutuksen sopivalle asiantuntijalle. 
 
Kuvio 19. Normaalin insidentin prosessi 
4.1.5 Vakavan insidentin prosessi 
Jos priorisoidessa insidenttiä päädytään vakavaan insidenttiin, edetään vakavan insi-
dentin prosessin mukaisesti. Vakavassa insidentissä kyseessä on pääsääntöisesti ta-
pahtuma, jossa palvelun käyttö estyy jokaiselta käyttäjältä. Se poikkeaa normaalin in-
sidentin käsittelystä huomattavasti. Sen käsittely on suoraviivaisempaa, kun kyseessä 
on liiketoiminnallisesti vakava asia ja siihen osallistuu asiantuntijoiden lisäksi IT-johto. 
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Esimerkiksi muutoshallintaprosessi ohitetaan, koska muutoshallintaprosessissa muu-
toksen käsittely vie aikaa. Kuviossa 20. on kuvattu vakavan insidentin prosessi imple-
mentoituna uimaratamalliin. 
Jos vakava insidentti on laajavaikutteinen verkkovika, operaattorin tai sisäisen toimit-
tajan, ensimmäisen asteen tuesta voidaan suoraan ilmoittaa kyseisille tahoille, 
muussa tapauksessa asiasta ensimmäisenä tiedotetaan IT-johtoa. IT-johto nimeää ky-
seiselle insidentille pääkäsittelijän, joko ohjelmiston asiantuntijan, pääkäyttäjän tai 
hänen sijaisensa. Vakavan insidentin pääkäsittelijä kartoittaa ongelmakohteen, jonka 
perusteella pääkäsittelijälle voidaan määrätä tarvittaessa tukiryhmä, johon käsittelijä 
voi tukeutua tarvittaessa ja tukiryhmään kuuluvat henkilöt sitoutuvat avustamaan va-
kavan insidentin käsittelyä. Vahva yhteistyö pääkäsittelijän, IT-johdon ja kolmansien 
osapuolien välillä nopeuttavat insidentin ratkaisuaikaa.  
Vakavassa insidentin prosessiin hyödynnetään Medi-IT Oy:n häiriötiedotusprosessia. 
Kun insidentin juurisyyt on paikannettu, arvioidaan sen laajuus ja kesto. Juurisyistä, 
insidentin laajuudesta ja arvioidusta kestosta tiedotetaan IT-johtoa, joka laatii tiedot-
teen kohderyhmälle mitä on tapahtunut ja missä vika. Tapahtuneesta ilmoitetaan 
myös tarvittaessa väliaikatiedotteita kohdennetulla jakelulla asiakkaille, jos vakavalle 
insidentille ei löydy ratkaisua heti. Tämän jälkeen IT-johdon on syytä pohtia tukiryh-
män muutoksia tai onko sillä oikea käsittelijä ja aloitetaan uudelleen diagnosointi. 
Kun vakava insidentti on ratkaistu, ilmoitetaan siitä IT-johdolle, joka laatii lopputie-
dotteen kohdennetulla jakelulla asiakkaalle. Toisen asteen tuessa ratkaistu insidentti 
kirjataan myös tunnettujen virheiden tietokantaan, jolla voidaan ehkäistä tulevaisuu-
dessa vastaava tapahtuma. Lopuksi vakavan insidentin palvelupyyntö suljetaan IT-




















































































Kuvio 20. Vakavan insidentin prosessi 
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4.2 Prosessimainen vianselvitys Ensemble sovelluksessa 
4.2.1 Yleistä 
Medi-IT Oy:n käytössä on monitorointi- ja hallinta sovelluksia, jossa prosessit eivät 
vastaa normaalin insidentin prosessia. Yhtenä hyvänä esimerkkinä on Ensemble so-
vellus, joka on integraatio- ja hallinta kehitystyökalu, jolla monitoroidaan sovellusten 
tietoliikennerajapintoja. Ensemblen on valmistanut ja kehittänyt InterSystems.  
InterSystemsin Ensemblen integraatioalustan avulla saadaan yhdistettyä sovellusten 
rajapintayhteyksiä keskenään nopeasti. Se sisältää kattavan valikoiman teknologioita, 
joita tarvitaan yhteyksien muodostamiseen. Aiempiin integraatiosukupolven tuottei-
siin nähden Ensemblellä saadaan integraatioprojektit valmiiksi keskimäärin kaksi ker-
taa nopeammin, kuin aikaisemmin. Sen avulla voidaan jakaa tietoa olemassa oleviin 
sovelluksiin. (Ensemble overview, 2014.) 
Ensemblen keskitetyssä integraatiossa integraatiojärjestelmän läpi virtaa prosessien 
tieto. Integraatiot toteutetaan visuaalisesti mallinnetulla kielellä ja yhdenmukaisella 
tavalla, jotka toteutetaan integraatioalustan päälle. (Medi-IT Integraatiopalvelu 2014, 
20.)  
Kuviossa 21. on kuvattu Ensemblen toiminta lyhyesti. Siinä ensemblen muodostavat 
sovellukset, teknologiat ja data. Ensemblestä saadaan tämän jälkeen integraa-
tiohyödyt. Yhtenä hyötynä on datan koordinointi (Data Coordination), jonka avulla 
integroidaan sovellusten toiminnot yritykseen. Liiketoiminnan tietojenkäsittelypro-
sessin (Business Process Orchestration) avulla optimoidaan korkean tason liiketoi-
minnan toimintoja, eli automatisoidaan monivaiheisia liiketoimintaprosesseja. Kom-
posiittisovelluskehitys (Composite Application Development) tarjoaa tavan kehittää 
uusia järjestelmiä, ilman suuria investointeja laitteisiin tai sovelluksiin. Viimeisenä 
tuotoksena ensemblestä on liiketoiminnan aktiivinen monitorointi (Business Activity 
Monitoring). Sen avulla kerätään tietoa reaaliaikaisesti sovellusten ja käyttäjien vä-




Kuvio 21. Ensemblen hyödyt (What is Ensemble, 2009.) 
Kuviossa 22. on kuvattu Ensemblen konfiguraation rakenneosat (CI), jotka muodostu-
vat kolmesta eri osasta. Liiketoimintapalvelusta (Business Services), joka hyväksyy si-
sääntulevat viestit, liiketoimintatuotannosta (Business Operation), joka lähettää ulos-
menevät viestit ja liiketoiminnan prosessista (Business Processes), joka ohjaa näiden 
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väliä. Liiketoiminnan prosessi ohjaa reititysprosesseja, johon kuuluu reitityssäännöt, 
mallikategoriat ja tiedon muutokset. (Introduction to Ensemble Productions, 2013.) 
 
Kuvio 22. Ensemblen konfiguraation rakenneosat (Introduction to Ensemble Pro-
ductions, 2013) 
Vianselvitysprosessi Ensemblessä noudattaa yleisesti seuraavia tapahtumia. Kuviossa 
23. on kuvattu InterSystemsin mukaisesti viestin kulku. Vaiheessa 1. Palvelu, oli se 
sitten mikä tahansa Ensembleen liitetty sovellus, välittää reaaliaikaisesti tulevan ta-
pahtuman tiedot ja ne kirjataan liiketoimintapalveluun (Business Service). Liiketoi-
mintapalvelu luo follow-on viestipyynnön ja välittää tämän uuden viestin liiketoimin-
taprosessille tai liiketoimintatuotantoon (Vaihe 2.). Liiketoimintaprosessi, joka vas-
taanottaa lähetetyn pyynnön, suorittaa määrätyt toiminnot peräkkäin tai rinnakkain, 
riippuen mitä sille on määritelty Ensemblessa suunnitteluvaiheessa (Vaihe 3.). Vai-
heessa 4. enkapsuloidaan liiketoimintatuotannon valmiudet ulkopuolisesta sovelluk-
sesta. Liiketoimintatuotannossa muutetaan siis vastaanottavan sovelluksen tiedosto-
formaatti käsiteltävään muotoon. Jotta yhteys saadaan muodostettua ulkoisen järjes-
telmän tai sovelluksen kanssa, ohjaa sitä adapteri, jossa on yksityiskohtaiset kommu-
nikaatiotiedot (Vaihe 5.). Vaiheessa 6. ulkoinen sovellus lähettää takaisin Ensembleen 
tiedon tapahtumakyselyistä, mitä sinne on lähetetty. Tapahtumakyselyt ovat riippu-
vat siitä, mitä tuotannon kehittäjä on määritellyt suunnitteluvaiheessa. Viimeisessä 
kohdassa 7. tulkitaan tapahtumakyselyiden sisältö. Jos viestin kulussa tapahtuu jokin 
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epäonnistuminen, voidaan siitäkin luoda hälytys. (Introduction to Ensemble Producti-
ons, 2013.)  
Esimerkiksi jos vastaanottava sovellus ei saa tapahtumakyselypyyntöä, voidaan 
tulkita se TCP/IP kättely virheeksi. Ensemblesta se nähdään graafisesta 
käyttöliittymästä ja tätä kautta voidaan tapahtumalle tehdä vianselvitystä. 
 
Kuvio 23. Esimerkki viestin kulusta Ensemble sovelluksessa (Introduction to Ensem-
ble Productions, 2013) 
4.2.2 Ensemble insidentin prosessi 
Ensemblessä monitoroidaan Medi-IT:ssä sovellustason virheitä, joista lähtee eri kri-
teereillä eri ihmisille ilmoitus. Sovellustason virheet voivat johtua esimerkiksi TCP/IP 
kättelyn epäonnistumisesta radiologiajärjestelmässä (Radiology Information System, 
RIS).  
Hälytykset menevät Ensemblen pääkäyttäjän, sovellustuen ensimmäisen tason tai 
kolmannen osapuolen sähköpostiin riippuen siitä, minkä tyyppinen hälytys on ky-
seessä. Kriteerit insidenteille määritellään Ensemblessä. Tällä hetkellä suurin osa ta-
pahtumista tulee pääkäyttäjän sähköpostiin.  
Kuviossa 24. on kuvattu Ensemblen insidentin prosessi. Ensemblen integraatioalustan 
omasta monitoroinnista tulevat hälytykset ovat niin sanottuja systeemitason hälytyk-
siä, jotka lähtevät integraatioalustasta suoraan kolmannen asteen tuelle, eli sille joka 
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on toimittanut Ensemblen Medi-IT:n käyttöön. Esimerkiksi levytilan loppuminen on 
systeemitason hälytys. Integraatioalustan päälle rakennetusta tuotteesta lähtevät 
virhehälytykset menevät Ensemblen pääkäyttäjän sähköpostiin, esimerkiksi jos labo-
ratoriopyyntö ei kulje sairaalasta toiseen tai pyynnöt jäävät odottamaan jonoon. Jos 
tiedon validoinnissa havaitaan puutteita, menee hälytys siinä tapauksessa ensimmäi-
sen asteen sovellustuelle.  
Tapahtuman voi laukaista, jos sovelluksen ja asiakkaan välisessä yhteyden käsitte-
lyssä tapahtuu jotain odottamatonta tai jokin raja-arvo ylittyy. Odottamaton on-
gelma voi olla esimerkiksi se, jos toisen osapuolen palvelut, kuten potilastietojärjes-
telmä ei vastaa pyyntöihin. Raja-arvon ylittäviä arvoja voi olla jonotuksen kesto ja jo-
non pituus.  
Jos ensimmäisen asteen tuesta ei saada insidenttiä ratkaistua hyödyntäen tunnettu-
jen virheiden tietokantaa, eskaloidaan se pääkäyttäjän ratkaistavaksi. Ensemblen 
pääkäyttäjä pyytää tarvittaessa integroidun sovelluksen pääkäyttäjää suorittamaan 
tarvittavat toimenpiteet, joita ensemblen pääkäyttäjä ei voi itse tehdä. Jos tapah-
tuma vaikuttaa siltä, että se tarvitsee tiedotusta, edetään kuvion 18. häiriötiedotus-
prosessin mukaisesti. Ongelma, jota ei ensemblen pääkäyttäjä saa ratkaistua, eskaloi-
tuu palvelupyyntö ensemblen toimittajalle, josta ratkaistaan tai ilmoitetaan ratkaisu 
takaisin ilmoittajalle. Tämän jälkeen kun tapahtuma on ratkaistu, voidaan palvelu-
pyyntö sulkea. Tapahtumasta ei välttämättä lähetetä ratkaisua asiakkaalle, koska ta-
pahtumat voivat olla niin sanotusti huomaamattomia asiakkaalle päin, mutta tarvit-




Kuvio 24. Ensemble insidentin prosessi 
4.3 Mittareiden kehitys 
Palvelutason mittaamisessa olisi syytä huomioida, kuinka kauan kestää, että palvelu-
pyyntö lähtee ”työn alla” – tilasta ”kolmannelle osapuolelle” – tilaan. Mittarin tulok-
sella voidaan tarvittaessa parantaa palvelutasoa, koska kolmannelle osapuolelle väli-
tettyjä työpyyntöjä ei huomioida ajallisesti palvelutasosopimuksessa. 
Mittari itsessään sijaitsee toiminnanohjausjärjestelmä Efectessä. Sinne voidaan luoda 
ja tallentaa raportteja, joita voidaan näyttää asiakkaalle esimerkiksi kerran kuussa.  
Mittari luotiin hakemalla raporttiin tietynlaisia ominaisuuksia. Sille määriteltiin nä-
kymä, graafinen tai yksityiskohtainen. Tässä tapauksessa yksityiskohtainen näkymä 
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on selkeämpi, koska kolmannelle osapuolelle meneviä palvelupyyntöjä ei ole kovin-
kaan useita. Yksityiskohtaiseen esitystapaan valittiin ominaisuudet, joita raportista 
halutaan näyttää. Tärkeimpiä ominaisuuksia ovat muun muassa ajankohta milloin 
palvelupyyntö on luotu, asiakas, tila ja mikä on reaktioaika (odottaa kolmatta osa-
puolta). Kuviossa 25. on havainnollistettu raportti yksityiskohtaisineen tietoineen.  
 
Kuvio 25. Raportin luonti mittariin 
Kuviossa 26. on kuvattu raportin osittainen sisältö, jolla saadaan yhtenäinen näkymä 
kaikista auki olevista palvelupyynnöistä. Tämä näkymä voitaisiin antaa asiakkaalle ra-
porttina kertomaan auki olevien tikettien tilasta. Tarvittaessa voidaan tähän hakuun 
lisätä ominaisuus, jolla kerrotaan suoraan onko tavoiteaika saavutettu palvelupyyn-
nössä. Testiympäristön tietokanta ei ole kuitenkaan ajan tasalla, josta aiheutuvat re-




Kuvio 26. Raportin näkymä 
Toiminnanohjausjärjestelmästä saadaan raportti siirrettyä Excel-tiedostoon, jonka 
avulla voidaan tehdä tarvittaessa laskutoimituksia. Kuviossa 27. on kuvattu esimerkki 
siitä, kuinka kauan on keskimääräisesti kulunut aikaa palvelupyyntöjen siirtymisessä 
”työn alla” – tilasta ”odottaa kolmatta osapuolta” – tilaan.  
 
Kuvio 27. Mittarin tulokset 
62 
 
4.4 Ratkaisutietokannan kategorisointi 
Tämän hetkinen tilanne (ks. Kuvio 28.) ratkaisutietokannasta on puutteellinen siinä 
mielessä, että sieltä puuttuu kategorisointi. Ratkaisutietokannasta on työlästä etsiä 
vastausta ongelmaan, jollei insidentin käsittelijä tiedä oikeaa otsikkoa ratkaisulle. 
Tämä johtuu siitä, että hakutoiminto ei ota kantaa viestin sisältöön, vaan ainoastaan 
otsikkokenttään. Tämä puolestaan johtuu siitä, että jos viestin sisältö otetaan mu-
kaan hakuun, tulee haun kesto kestämään pidempään. Tarkoitus olisi tehdä ratkaisu-
tietokannasta tehokkaampi luomalla sinne kategorisointi, eli siirtää tulostin-, työ-
asema-, oheislaite-, ohjelmisto-ongelmat omiin kansioihin.  
 
Kuvio 28. Ratkaisutietokanta ennen  
Kategorisoinnin avulla myös ongelmien ratkaisujen lisääminen on huomattavasti mu-
kavampaa, koska tietokannasta saadaan silloin irti enemmän ja sen käyttömukavuus 
paranee.  
Efecten ylläpidon helppokäyttöisyyden vuoksi ratkaisutietokantaan pääkäyttäjä oi-
keuksien anomisen jälkeen alikansion luonti on hyvin yksinkertaista. Valitsemalla rat-
kaisutietokannan kansio ja valitsemalla ”Uusi alikansio” voidaan luoda haluttu kansio. 
Tämän jälkeen kansiolle määritellään oikeudet tavallisille käyttäjille, oikeudet ovat 
luku-, luonti-, päivitys- ja poisto-oikeus. Pääsääntöisesti kaikki oikeudet on syytä olla 
valittuna, koska tietotekniikkatuki toimii samalla toiminnanohjausjärjestelmän ylläpi-




Kuvio 29. Ratkaisutietokantaan alikansion luonti 
Kun kansio on luotu, saa kansio oman yksityiskohtaisen ID:n ja sille voidaan määrittää 
haluttu malli. Mallia hyödynnetään erilaisissa kyselyissä, joten valitaan ratkaisutieto-
kannalle määritelty oma malli ”Tietotekniikkatuki – Ratkaisutietokannan artikkeli” 
(ks. Kuvio 30).  
 
Kuvio 30. Ratkaisutietokannan alikansion asetukset 
Näiden jälkeen ratkaisutietokannasta löytyy uusi luotu kansio ”Työasemat”, kuten ku-
viosta 31. huomataan.  
 
Kuvio 31. Ratkaisutietokannan alikansion näkyvyys 
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Nämä samat toimenpiteet tehdään muillekin uusille alikansiolle, jonka jälkeen ratkai-
sutietokannan kategorisointi on suoritettu (ks. Kuvio 32.).  
 
Kuvio 32. Ratkaisutietokanta kategorisoinnin jälkeen 
Toiminnanohjausjärjestelmä Efecten testiympäristössä ei voi suoraan siirtää valmiita 
ratkaisuja uusiin kansioihin, mutta oikeassa ympäristössä tämä onnistuu.  
Uusi ratkaisutietokanta luodaan ensin testiympäristöön ja jos se todetaan toimivaksi, 
siirretään se tuotantoympäristöön. Toimivuutta mitattiin Medi-IT Oy:n tietotekniikka-




Työ alkoi tutustumalla IT-palvelunhallintaan yleisesti. Alkuun oli hieman ongelmia 
ymmärtää, mitkä ovat vakavan insidentin prosessin hyödyt. Luettuani ja kirjotettuani 
teoriaosuutta, ymmärsin kokonaisuutena sen hyödyn. Ennen tätä opinnäytetyötä on 
tehty vakavien tapahtumien ilmentyessä vähän sinne päin ratkaisuja, eikä ole ollut 
mitään prosessia, mitä pitkin voisi edetä. Muodostettuani normaalin insidentin pro-
sessin, pystyin sen pohjalta rakentamaan vakaville insidenteille oman prosessin. Tä-
hän prosessiin peilasin myös omien ajatusten ja IT-palveluhallinnan lisäksi Medi-IT 
Oy:n omia käytänteitä, kuten häiriötiedotusprosessia. Vakavien insidenttien proses-
sin muodostaminen oli kohtalaisen aikaa vievää, mutta palkitsevaa, kun se oli luotu. 
Sen luomisessa joutui miettimään yllättävän paljon seuraamuksia jokaisen osaproses-
sin kohdalla, jotta se olisi toimiva yritysmaailmaan. Luotuun vakavan insidentin pro-
sessiin olen tyytyväinen, koska nyt se on yksiselitteinen, mutta se antaa prosessia 
hyödyntäville hieman valinnan vapautta vakavan tilanteen ilmentyessä. Prosessissa ei 
esimerkiksi määritellä tarkkaa lukua henkilökunnan jäsenmäärästä, jotka ryhtyvät sel-
vittämään vakavaa insidenttiä, vaan se antaa IT-johdolle mahdollisuuden määrätä kä-
sittelijän ja käsittelijälle tukiryhmän.  
Mahdollinen ITIL-sertifiointi toi työn tekemiseen lisää mielenkiintoa ja oikeastaan 
opinnäytetyön päätyttyä uskoisin, että sen suorittaminen ei ole kovinkaan suuri 
haaste tulevaisuudessa. 
Ratkaisutietokannan kategorisointi sekä mittarit oli tässä työssä helppo toteuttaa, 
kun oli olemassa valmis toiminnanohjausjärjestelmä. Haastetta työhön siltä osalta 
olisi tullut paljon lisää, jos olisi pitänyt rakentaa tikettijärjestelmä ensin pohjalle. Kui-
tenkin sain kehitettyä eteenpäin järjestelmää yksinkertaisilla tavoilla ja kehitetyistä 
asioista olen tyytyväinen. Tästä ymmärsinkin, että IT-palvelunhallintaa voi yleisesti 




Kun olin saanut teorian IT-palvelunhallinnasta luettua, ymmärsin myös mittareiden 
idean paremmin. Esimiestasolle mittari, jolla mitataan aikaa, kuinka kauan kestää 
palvelupyynnön välittäminen kolmannelle osapuolelle, voisi olla hyvinkin hyödylli-
nen. Kerran kun se on nyt olemassa, voidaan suoraan parantaa tuloksia ajallisesti. Ky-
seisellä mittarilla voidaan osittain jopa päätellä, onko kyseessä jo jossain määrin va-
kavampi virhe, koska jatkuvalla seurannalla voidaan oppia, mitkä insidentit ovat va-
kavampia. Esimerkiksi usein toistuvat samankaltaiset tapaukset saattavat muodostaa 
ongelman, joka voidaan tulkita virheeksi. 
Toiminnanohjausjärjestelmään oli tarkoitus luoda ratkaisutietokannasta suoraan lin-
kitys palvelupyyntöön. Tämä käytännössä on jo olemassa ”käytetty ratkaisu” – muo-
dossa. Jatkossa voidaan kuitenkin tehostaa tämän käyttöä kopioimalla ratkaisun 
teksti palvelupyyntöön muun muassa uusia työntekijöitä varten. 
Työtä tehdessä tuli aika paljon myös kommentteja kannattavuus-kyselyyn vastaajilta 
siitä, ettei kaikkia ratkaisuja ole laitettu ratkaisutietokantaan. Tähän liittyen täytyy 
tietotekniikkatuelle tarkentaa, miten toimitaan, kun uuteen ongelmaan löytyy rat-
kaisu. Asian korjaaminen helpottaa jokaista työntekijää ja varsinkin niitä työnteki-
jöitä, jotka eivät toimi jokapäiväisesti Jyväskylän toimipisteellä.  
5.1 Jatkokehitys 
Ratkaisutietokannan kategorisointi ei välttämättä olisi se paras tapa lisätä tehok-
kuutta. Opinnäytetyötä tehdessä tuli ajatus kategorisoinnin jälkeen, että kategori-
soinnin sijaan ratkaisuihin voitaisiin lisätä tageja. Tageina toimisivat esimerkiksi tulos-
timen malli, ohjelmiston nimi ja niin edelleen. Silloin voitaisiin haku suorittaa koko 
ratkaisutietokannalle kuormittamatta toiminnanohjausjärjestelmää Efecteä liikaa, 
eikä haun kesto ajallisesti kestäisi käytännössä yhtään sen kauempaa kuin aikaisem-
min. Kuitenkin kategorisointi pitäisi viedä oikeaan toimintaympäristöön.  
Ratkaisutietokannan kategorisoinnin hyötyjä tulisi seurata jatkossa esimerkiksi sen 
osalta, kasvaako ratkaisujen määrä suhteessa nykyiseen ratkaisujen lisäämistahtiin 
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verrattuna. Siihen voisi myös luoda mittarin, joka loisi grafiikat automaattisesti. Mit-
tarissa voisi olla kuvattuna kuluneen viimeisen vuoden lisäämistahti kuukausittain, 
jota verrattaisiin tuleviin kuukausiin. 
Syytä olisi luoda myös vakavien insidenttien priorisoinnille tarkemmat kriteerit. Se 
vaatisi useamman henkilön osallistumista, kun nyt ne ovat enemmänkin suuntaa an-
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Liite 1. Ratkaisutietokannan kategorisoinnin kyselylomakepohja 
Pienillä muutoksilla voitaisiin tehostaa Medi-IT Oy:n IT-palvelunhallintaa, joten pyy-
täisin ystävällisesti teitä vastaamaan seuraaviin kysymyksiin. Arvostele asteikolla 1-5 
ja mahdollisesti perustele arvosana. Voit antaa myös vapaamuotoista palautetta ky-
selyn loppuun. 
 
1. Tämän hetkinen tilanne  
Arvostelu:  
1. En osaa sanoa  
2. Ratkaisutietokanta on jo hyvä eikä tarvitse muutoksia  
3. Ratkaisutietokantaa hyödynnän lähes aina ja sen käyttö sujuu lähes ongel-
mitta 
4. Ratkaisutietokantaa hyödynnän välillä, mutta sen käyttö on hieman epä-
mukavaa 




2. Voisiko muutoksista olla hyötyä palvelupyyntöjen käsittelyyn?  
Arvostelu:  
1. En osaa sanoa  
2. Ei, palvelupyynnön käsittely veisi saman verran aikaa kuin ennenkin 
3. Ehkä, palvelupyynnön käsittely saattaisi viedä ajallisesti hieman vähemmän 
aikaa kuin aikaisemmin 
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4. Kyllä, ratkaisut löytyisivät suhteellisen nopeasti ja palvelupyyntöjen käsit-
tely nopeutuisi hieman  





3. Innostaisivatko muutokset lisäämään jatkossa useampia ratkaisuja ratkaisu-
tietokantaan? Arvostelu:  
1. En osaa sanoa 
2. Ei yhtään  
3. Ehkä muutamia enemmän kuin aikaisemmin 
4. Lähes jokainen uusi ratkaisu 





4. Hankaloituuko ratkaisutietokannan ylläpito?  
Arvostelu:  
1. En osaa sanoa  
2. Hankaloituu erittäin paljon  
3. Hankaloituu huomattavasti  
4. Hankaloituu hieman  







Liite 2. Ratkaisutietokannan kategorisoinnin kyselyn tulokset 
Kysely lähetettiin Medi-IT Oy:n tietotekniikkatuen henkilöille. Yhteensä kyselyyn vas-
tasi seitsemän henkilöä 14:sta, eli vastausprosentti oli 50 %. Kyselyn tuloksia voidaan 




”Ainut tapa hakea ohjetta on hakea ohjelman nimellä ja toivoa parasta.” Vastaaja 1.  
”Sekava, mutta löytää varmasti etsimänsä, kunhan jaksaa selata ja etsiä. Voisi olla 
käyttäjäystävällisempi.” Vastaaja 2.  
”Käytän tietokantaa joka helpparivuorossa, mutta sieltä ei aina löydy oikeaa, ajanta-
saista tietoa. Käyttäisin paljon useammin, jos sieltä löytyisi ratkaisut paremmin – tar-
vetta olisi. Tietokanta on puutteellinen, kaikki sen ohjeet ei ole ajan tasalla, liitteetkin 
ovat vanhassa Efectessä” Vastaaja 5.  












”Oikean ohjeen löytäminen voi olla haasteellista, tiedon ylläpitäminen ei ole turhan 
aktiivista.” Vastaaja 6. 




”Varsinkin helpparissa voisi saada paremmin asennusohjetta, joka nopeuttaa toimin-
taa.” Vastaaja 1.  
”Joka tapauksessa joutuisi selailemaan listaa, jos haku ei toimi sisällön perusteella. 
Jos ratkaisuja tulee kantaan paljon nykyistä enemmän, puurakenne voisi auttaa tie-
donhaussa.” Vastaaja 3.  
”Tiedon löytyminen voi nopeutua, jos alaluokat ovat loogisia ja sitten on sekalaisille 
ratkaisuille oma kategoriansa. Haun pitää toimia myös niin, että se kohdistuu kaikkiin 
kategorioihin.” Vastaaja 5.  
  















”Enemmän tulisi lisättyä, jos tietäisi että niitä sieltä katsotaan. Riippuen ongelman 
monimutkaisuudesta en usko että kaikkia ratkaisuja tarvitsee kirjata.” Vastaaja 1.  
”Ratkaisut tulisi kaikki löytää yhdestä paikasta, nyt niitä ripotellaan asennuskansioi-
hin yms. koska efecten ratkaisuosio on sen verran rempsallaan ja sekava.” Vastaaja 
2.  
”Ratkaisutietokantaan on ehdottomasti lisättävä kaikki uudet ratkaisut, siitä ei saa 
tinkiä yhtään! Ei kategorisointi siihen innosta, vaan tämän pitäisi olla itsestäänsel-
vyys, yleinen käytäntö, ”pakko” jos mikään muu ei auta.” Vastaaja 5.  
 
  














Kysymys 4.  
 
”Alkuvaiheessa aiheutuu ratkaisuiden uudelleen järjestämisestä ongelmia. Uusien 
ratkaisuiden tekeminen hidastuu hieman, mutta ei merkittävästi.” Vastaaja 1.  
”Oletuksena ei hankaloidu, mutta kategorisoinnissa voi tulla sekaannuksia jos rat-
kaisu onkin väärässä paikassa.” Vastaaja 2.  
”Ratkaisuja ehkä kirjataan epähuomiossa väärään kategoriaan ja näitä joudutaan 
korjaamaan.” Vastaaja 3. 
”Ei se tämän takia ole sen vaivalloisempaa.” Vastaaja 5.  
”Joissain tapauksissa alkaa tuo arpominen mihin kategoriaan tämän laittaisin...” Vas-
taaja 6.  
 
0 1 2 3 4 5
Vastaaja 1
Vastaaja 2
Vastaaja 3
Vastaaja 4
Vastaaja 5
Vastaaja 6
Vastaaja 7
Keskiarvo
Hankaloituuko ratkaisutietokannan ylläpito?
