Méthodologie d'évaluation de la vulnérabilité d'une MRC face aux ressources essentielles by Pageon, Jonathan-L
UNIVERSITE DE MONTREAL 
METHODOLOGIE DEVALUATION DE LA VULNERABILITY D'UNE MRC 
FACE AUX RESSOURCES ESSENTIELLES 
JONATHAN-L PAGEON 
DEPARTEMENT DE MATHEMATIQUES ET DE GENIE INDUSTRIEL 
ECOLE POLYTECHNIQUE DE MONTREAL 
MEMOIRE PRESENTE EN VUE DE L'OBTENTION DU DIPLOME 
DE MAITRISE ES SCIENCES APPLIQUEES 
(GENIE INDUSTRIEL) 
AOUT 2008 
© Jonathan-L Pageon, 2008. 
1*1 Library and Archives Canada 
Published Heritage 
Branch 
395 Wellington Street 





Patrimoine de I'edition 
395, rue Wellington 
Ottawa ON K1A0N4 
Canada 
Your file Votre reference 
ISBN: 978-0-494-46071-9 
Our file Notre reference 
ISBN: 978-0-494-46071-9 
NOTICE: 
The author has granted a non-
exclusive license allowing Library 
and Archives Canada to reproduce, 
publish, archive, preserve, conserve, 
communicate to the public by 
telecommunication or on the Internet, 
loan, distribute and sell theses 
worldwide, for commercial or non-
commercial purposes, in microform, 
paper, electronic and/or any other 
formats. 
AVIS: 
L'auteur a accorde une licence non exclusive 
permettant a la Bibliotheque et Archives 
Canada de reproduire, publier, archiver, 
sauvegarder, conserver, transmettre au public 
par telecommunication ou par Plntemet, prefer, 
distribuer et vendre des theses partout dans 
le monde, a des fins commerciales ou autres, 
sur support microforme, papier, electronique 
et/ou autres formats. 
The author retains copyright 
ownership and moral rights in 
this thesis. Neither the thesis 
nor substantial extracts from it 
may be printed or otherwise 
reproduced without the author's 
permission. 
L'auteur conserve la propriete du droit d'auteur 
et des droits moraux qui protege cette these. 
Ni la these ni des extraits substantiels de 
celle-ci ne doivent etre imprimes ou autrement 
reproduits sans son autorisation. 
In compliance with the Canadian 
Privacy Act some supporting 
forms may have been removed 
from this thesis. 
Conformement a la loi canadienne 
sur la protection de la vie privee, 
quelques formulaires secondaires 
ont ete enleves de cette these. 
While these forms may be included 
in the document page count, 
their removal does not represent 
any loss of content from the 
thesis. 
Canada 
Bien que ces formulaires 
aient inclus dans la pagination, 
il n'y aura aucun contenu manquant. 
UNIVERSITE DE MONTREAL 
ECOLE POLYTECHNIOUE DE MONTREAL 
Ce memoire intitule 
METHODOLOGIE DEVALUATION DE LA VULNERABILITE D'UNE MRC 
FACE AUX RESSOURCES ESSENTIELLES 
presente par : PAGEON Jonathan-L 
en vue de l'obtention du diplome de : Maitrise es sciences appliquees 
a ete dument accepte par le jury d'examen constitue de : 
M. MARCHE Claude, ing., D.Sc.A., president 
M. ROBERT Benoit ing., Ph. D., membre et directeur de recherche 
M. LEMIEUX Gilles, M. Sc, membre 
IV 
RESUME 
De nombreux sinistres survenus dans les dernieres decennies, soit les pluies 
diluviennes de 1996 au Saguenay et sur la Cote-Nord, celle du verglas en 1998 et la 
panne d'electricite en Amerique du Nord en 2003, ont demontre qu'une multitude de 
complications peuvent surgir lorsque les differents paliers gouvernementaux ne sont pas 
prepares a faire face a de telles crises. 
Ces sinistres ont cause de nombreuses consequences sur le plan socioeconomique et 
plus precisement, ils ont demontre a quel point le fonctionnement normal de la societe 
est dependant vis-a-vis des differentes ressources essentielles. De maniere a preparer la 
societe quebecoise a faire face a de telles eventualites, les travaux de recherche 
presentes dans ce document proposent une methodologie precise qui s'inscrit 
directement dans un cadre de reference pour la gestion des risques emis par le Ministere 
de la Securite publique du Quebec (MSPQ). 
La methodologie presentee dans ce document met l'accent sur une approche par 
consequence appliquee a l'analyse de risques et a 1'evaluation des vulnerabilites. Plus 
precisement, ces travaux portent sur 1'evaluation des vulnerabilites des municipalites 
regionales de comte (MRC) face a leur capacite a maintenir la fourniture des ressources 
essentielles a la population vis-a-vis des aleas susceptibles de se produire sur leur 
territoire. 
Cette methodologie permet de demontrer l'importance d'integrer les ressources 
essentielles lors de l'etablissement d'un schema de securite civile et par consequent, de 
porter une attention particuliere a la vulnerabilite des municipalites. Ainsi, lors de 
l'etape du traitement des risques (derniere etape du processus d'analyse des risques de 
sinistre du MSPQ), les municipalites devront prendre en compte les vulnerabilites 
presentes sur leur territoire. 
V 
ABSTRACT 
In the last decades, many crises, such as the torrential rains of 1996 in Saguenay and the 
North Shore, the ice storm of 1998 in Quebec and the 2003 Northeast Blackout of 2003, 
have demonstrated that a multitude of complications can arise when different levels of 
government are not prepared to deal with such crises. 
These losses have caused many socio-economic consequences and more precisely, they 
have shown how the normal functioning of the society greatly depends on the various 
essential resources. In order to prepare the province of Quebec to deal with such 
contingencies, the research presented in this paper offers a precise methodology which 
is consistent with the frame of reference for risk management issued by Securite 
Publique Quebec (SPQ). 
The methodology presented in this document is based on a consequences approach 
applied to risk analysis and vulnerabilities assessment. More specifically, the work 
focuses on assessing vulnerabilities of Regional County Municipalities (RCM) facing 
their ability to maintain the supply of essential resources to the population whenever a 
disaster arises. 
This methodology demonstrates the importance of integrating the essential resources in 
the establishment of civil security scheme and to pay particular attention to the 
vulnerability of municipalities. Thus, at the stage of risks management (last step of the 
overall risk analysis process) municipalities will have to take into account the 
vulnerabilities present in their territory. 
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INTRODUCTION 
La panne d'electricite survenue en aout 2003 dans le nord-est des Etats-Unis et dans 
une partie de l'Ontario a prive environ 50 millions de personnes d'electricite. Cette 
interruption a provoque entre autres un ralentissement de l'activite economique, une 
coupure au niveau des telecommunications et a prive l'utilisation du metro pour des 
milliers de personnes. Ces consequences variees qui ont occasionne une perturbation 
sociale, demontrent l'extreme dependance que peuvent avoir nos societes face a une 
ressource essentielle. Le Ministere de la Securite publique du Quebec identifie cette 
problematique comme des nouveaux risques qui se traduisent frequemment par des 
evenements non traditionnels pour lesquels les approches et les moyens d'intervention 
habituels ne sont pas adaptes. (MSPQ, 2007a). De plus, le MSPQ souligne dans son 
cadre de reference pour la gestion des risques que : Face a ces realties nouvelles, des 
solutions novatrices permettant d'encadrer Vengagement des divers acteurs, 
d'optimiser la ressource et de couvrir des preoccupations variees doivent etre mises en 
ceuvre. (MSPQ, 2007b). Les travaux de recherche presenter dans ce memoire proposent 
d'aborder ces risques representes par une forte dependance de nos societes face aux 
ressources essentielles. lis visent a developper une methodologie novatrice issue des 
travaux actuels sur les interdependances entre les reseaux de support a la vie (RSV). 
Le chapitre premier de ce travail presente le contexte qui a engendre une reflexion 
sur la necessite de reformer la juridiction de la securite civile au Quebec. Cette nouvelle 
legislation, qui est la Loi sur la securite civile (L.R.Q., c. S-2.3) votee en 2001, etablit 
que les municipalites regionales de comtes doivent se doter d'un schema de securite 
civile. De plus, cette loi exige que les ministeres et organismes gouvernementaux 
sollicites par le ministre soient tenus de recenser et de decrire les biens et services 
essentiels qu'ils fournissent; de s'enquerir des risques de sinistre majeur qui peuvent 
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affecter ces biens et services et d'etablir, pour chaque bien ou service inventorie, leur 
vulnerability eu egard aux risques identifies. Cette loi precise egalement que les 
autorites gouvemementales sont, a Vegard des biens ou services essentiels inventories, 
tenues d'etablir et de maintenir operationnelles des mesures de protection destinies a 
reduire leur vulnerability. 
Dans cette optique, le Ministere de la Securite publique du Quebec a emis 
recemment un cadre de reference pour la gestion des risques afm de pouvoir etre en 
conformite avec la Loi sur la securite civile. Ce chapitre identifie egalement les 
conditions pour parvenir a 1'evaluation de la vulnerabilite d'une MRC face aux 
ressources essentielles qu'elle fournit a sa population. II est a noter que les documents 
fmaux du MSPQ concernant la gestion des risques en securite civile sont en cours 
d'achevement et que les reglements pour appliquer la Loi sur la securite civile (L.R.Q., 
c. S-2.3) ne sont toujours pas connus. 
Le second chapitre correspond a une revue de la litterature sur les differentes 
interpretations possibles du risque, ainsi que sur ses divers modes d'application. Cette 
revue de la litterature fait ressortir le fait que 1'interpretation d'un risque est differente 
selon les domaines d'etudes. Cette difference est souvent liee au fait que le risque n'est 
pas defini selon les memes concepts. Un autre objectif de ce chapitre est d'identifier les 
concepts qui definissent le mieux un risque vis-a-vis du domaine de la securite civile et 
plus specifiquement, son application pour la foumiture par une MRC de ressources 
essentielles a la population. Puisqu'une MRC peut etre considered comme un systeme, 
la vision du risque sera fondee sur la notion de defaillance d'un systeme. Pour faire 
ressortir cette defaillance, le risque a ete defini comme etant une combinaison de 
concepts qui sont de l'ordre de : l'alea, de la vulnerabilite et de consequences. Ce 
chapitre presentera les travaux du centre risque et performance (CRP) pour demontrer la 
provenance de cette vision du risque qui sera retenue en vue d'atteindre l'objectif ce 
memoire. 
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Le troisieme chapitre est porte vers la caracterisation du systeme et la caracterisation 
de la vulnerabilite de la fourniture d'une ressource. La caracterisation du systeme 
demontre qu'un systeme est dedie a la fourniture de ressources et de services et que 
celui-ci a egalement besoin de ressources et services pour fonctionner. Une fois le 
systeme caracterise en termes de ressources utilisees et fournies, la vulnerabilite du 
systeme sera analysee sous Tangle de la defaillance de la fourniture d'une ressource. 
Puisque la vulnerabilite est definie comme etant une propriete, evolutive dans le temps, 
d'un systeme a subir des defaillances en fonction de son etat, la caracterisation de la 
vulnerabilite doit permettre d'identifier des modes de defaillance des ressources fournies 
par le systeme. En effet, cette caracterisation de la vulnerabilite doit etre interpreted 
comme etant centrale pour la methodologie qui sera presentee lors du chapitre cinq. 
L'approche par consequence sera egalement presentee, car elle permet d'identifier les 
consequences que peuvent engendrer les defaillances des ressources fournies par un 
systeme. Finalement, ce chapitre se termine par un resume des roles d'une municipalite 
regionale de comte puisque la methodologie de gestion des risques proposee au chapitre 
cinq, vise 1'evaluation de la vulnerabilite d'une MRC face aux ressources essentielles 
qu'elle fournit a sa population. 
Le quatrieme chapitre presente un resume de la methodologie de la gestion des 
risques de sinistre du MSPQ, car la methodologie proposee au chapitre cinq se base sur 
cette methodologie. 
Le cinquieme chapitre presente une methodologie axee sur 1'analyse de la 
vulnerabilite d'une MRC face aux ressources essentielles qu'elle fournit a sa population. 
Cette methodologie se divise en deux grandes etapes : 
• l'etablissement du contexte 
• l'appreciation des risques 
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II faut specifier que cette methodologie s'integre dans un contexte, comme il a ete 
mentionne, ou les documents finaux de gestion des risques proposes par le MSPQ ne 
sont pas encore completes, que les reglements de la Loi sur la securite civile (L.R.Q., c. 
S-2.3) ne sont pas encore definis et que cette methodologie utilise les travaux du centre 
risque et performance. 
Le sixieme chapitre, precedant la conclusion, porte sur les points forts et les 
ouvertures possibles que presente cette methodologie axee sur l'analyse de la 
vulnerability des MRC face aux ressources essentielles. Une evaluation sera portee sur 
1'integration possible des resultats obtenus dans un schema de securite civile ainsi que 
sur les autres objectifs fixes pour ce memoire. 
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CHAPITRE 1 
CONTEXTE ET PROBLEMATIQUE 
1.1. Mise en contexte 
Deux sinistres majeurs dans les annees 90 au Quebec, soit les pluies diluviennes de 
1996 au Saguenay et sur la Cote-Nord et la pluie verglacante de 1998 sur le sud-ouest du 
Quebec, ont permis de constater l'envergure et la diversite des dommages causes par un 
sinistre sur les personnes, la nature et aux biens collectifs et prives. 
La tempete du verglas a surtout permis d'observer que la population quebecoise est 
dependante vis-a-vis des ressources essentielles. En effet, le manque d'electricite, cause 
par la tempete du verglas, a engendre des interruptions de chauffage, d'eclairage et des 
coupures dans les systemes informatiques et de telecommunication. Encore plus 
alarmant, cette coupure d'electricite a presque cause un manque d'approvisionnement en 
eau a Montreal. Ces consequences dues a une defaillance qui a engendre une mise hors 
service d'une ressource essentielle demontrent l'importance de prendre en compte 
1'ensemble des utilisations faites par les ressources essentielles lors de la gestion de 
risque en securite civile. 
Ces sinistres ont fait egalement ressortir le fait que le Quebec devait se munir d'un 
systeme de securite civile adequat pour assurer la protection des personnes et des biens 
lors de sinistres majeurs. C'est ainsi qu'en 1999-2000, le ministere de la Securite 
publique entreprend de reorganiser le secteur de la securite civile pour dormer suite aux 
recommandations du rapport de la commission Nicolet sur la tempete du verglas 
(Commision Nicolet, 1999). 
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La Commission Nicolet a degage trois principales recommandations visant a 
corriger les lacunes du systeme de securite civile au Quebec : 
- l'etablissement d'une culture de securite civile; 
- la definition d'un veritable systeme de securite civile; 
le redeploiement des fonctions et des structures gouvernementales directement 
impliquees dans la gestion des sinistres. (MSPQ, 2002) 
C'est ainsi qu'en 2001, l'Assemblee nationale a adopte la Loi sur la securite civile 
(L.R.Q., c. S-2.3) qui remplace la Loi sur la protection des personnes et des biens en cas 
de sinistre datant de 1979. Cette loi prevoit entre autres l'etablissement de schema de 
securite civile pour les municipalites regionales de comte. Ce schema, selon l'article 18 
de la Loi sur la securite civile, devrait permettre de determiner les objectifs de protection 
visant a reduire les vulnerabilites des municipalites exposees aux risques de sinistre 
majeur. II est a noter que les orientations pour l'elaboration des schemas n'ont pas 
encore ete publiees. Ainsi, pour la realisation de ce memoire, il a fallu faire certaines 
hypotheses sur le contenu eventuel des schemas de securite civile. Comme la defaillance 
dans la fourniture de ressources essentielles pourrait avoir des consequences importantes 
sur la population, il est fort probable que les MRC devront dans le cadre de leur schema 
en faire l'inventaire et l'analyse. Le travail actuel est done proactif et il pourrait etre 
adapte au contexte legislatif du Quebec. 
Dans le but d'uniformiser les facons de faire en securite civile, le MSPQ a soumis, 
pour consultation, deux documents intitules : « le cadre de reference pour la gestion des 
risques » et « approches et principes en securite civile ». Meme s'ils ne sont pas dans 
leurs versions definitives, ces documents seront done utilises dans le cadre de ce 
memoire. 
Tel que presente lors du colloque sur la securite civile de 2008, le MSPQ dirige 
actuellement des travaux concernant l'etablissement des schemas. Ainsi, Jean-Francois 
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Bouchard et Mario Couture ont presents a ce colloque un projet d'experimentation des 
schemas (MSPQ, 2008d). Les resultats issus de ce memoire de recherche pourraient 
done etre integres dans les schemas en cours d'elaboration. Ainsi, les resultats sont 
presentes en vue de generer des reflexions aupres des differents intervenants qui sont en 
train d'elaborer la structure des schemas de securite civile. 
1.2 Objectifs 
Ce memoire a pour objectifs de : 
• Developper une methodologie devaluation de la vulnerabilite d'une MRC 
face a ressources essentielles basees sur les etapes presentees dans le cadre 
de reference pour la gestion des risques du MSPQ. Cette methodologie 
developpee se veut etre simple a utiliser, claire et sous un mode operatoire. 
• Valider que l'approche par consequence du CRP est applicable a 
revaluation de la vulnerabilite des MRC quant aux ressources essentielles. 




NOTION DE RISQUE 
2.1. Introduction 
L'objectif de ce chapitre n'est pas de demontrer qu'il existe une definition du risque 
meilleure que les autres, mais de demontrer que chaque domaine d'application peut 
composer avec une definition specifique du risque. Par la suite, une identification sera 
portee sur la definition du risque qui semble la plus adaptee pour 1' evaluation de la 
vulnerabilite d'une MRC face aux ressources essentielles. Une explication suivra pour 
justifier que la definition du risque retenue convient le mieux au processus d'analyse de 
risque defini. 
2.2. Les definitions du risque 
La litterature dans le domaine de la gestion des risques propose une multiplicite et 
une variability de definitions du terme risque. Quelques-unes de ces definitions 
s'orientent principalement vers une application qui pourrait s'integrer dans un cadre 
general de gestion des risques : 
Le risque est un danger qui peut arriver. Quand on connait les risques, on peut 
prevoir des solutions pour proteger la population. (Ministere de la Securite 
publique du Quebec [MSPQ], securite civile jeunesse, 2006) 
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Le risque est la probability qu'un effet specifique se produise dans une periods 
donnee ou dans des circonstances determinees (Conseil de l'Union europeenne, 
1996). 
Incertitude de la performance d'un systeme (le monde), quantifiee par des 
probabilites de quantite observables. (Aven, 2003) 
D'autres auteurs ont voulu definir le risque de facon plus precise en laissant moins 
de subjectivite dans leurs interpretations. Ainsi, le risque combine deux parametres 
chiffrables : les consequences engendrees par un evenement nefaste et la probabilite 
d'occurrence de cet evenement. Les consequences sont generalement exprimees en 
termes de perte de vies humaines ou en termes d'unites monetaires. 
Risque = ^probabilite consequences (Cameron et Raman, 2005) 
Le risque est la possibility de blessure ou de perte definie par une mesure de 
probabilite et la gravite d'un effet nefaste sur la sante, les biens materiels, 
I'environnement et les autres valeurs. (Conseil canadien des Normes, 1997) 
- Le risque veut dire Vesperance mathematique de perte de vies, de personnes 
blessees, de dommages aux proprietes et I 'interruption de I 'activite economique 
a I'interieur d'une periode de temps (habituellement I'annee) et est par 
consequent le produit de la probabilite, de la crue les elements menaces, leurs 
vulnerabilites. (United Nation, 1984) 
Ces dernieres definitions du risque ont davantage explicite la notion de consequence 
liee a l'apparition d'un alea, mais la notion de vulnerabilite demeure toujours implicite 
dans les definitions. 
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On remarque egalement que certaines des definitions du risque se veulent tres 
precises pour certains domaines d'application. 
Le risque est egal a la moitie de la variance de la distribution de toutes les 
consequences, ne considerant que les consequences negatives, et en regard de 
certaines valeurs de reference. (Dubois, 1996) 
- Risk = f(Er, Ir, Or, Pr, DM,) 
Oil les variables sont Er = les variables environnementales, Ir = les variables 
industrielles, Or = les variables de strategic organisationnelles, Pr - les 
variables specifiques au probleme, DMr = les variables reliees aux preneurs de 
decision. (Ritchie et Marshall, 1993) 
Ces definitions demontrent que les objectifs d'une analyse de risque dependent du 
domaine d'etude. Une analyse de risque dans le domaine de la production et une dans le 
domaine de la finance ne peuvent definir le risque de la meme maniere puisque les 
modalites d'application ne sont pas les memes. Encore une fois, ces definitions portent 
une certaine attention sur les consequences liees a un risque, mais la notion de 
vulnerabilite demeure inexistante dans les definitions. 
Le risque peut egalement etre considere comme un regroupement d'informations et 
ainsi etre analyse par l'interaction des informations obtenues. Mais ces informations 
obtenues ne permettent pas encore une fois d'expliciter la notion de vulnerabilite. 
Le risque est le triplet d'information : 
o Vevenement qui cause le risque ou I 'occurrence risquee (danger, 
defaillance) 
o la probability de ce risque (quantification de Vincertitude) 
o la severite du risque (mesure des consequences) (Simonovic, 1996) 
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Le Conseil canadien des Normes (1997) considere que la notion de risque souleve 
trois questions fondamentales : 
o la frequence de la perte (a quelle frequence la perte risque-t-elle de se 
produire?) 
o les consequences de la perte (quelle importance la perte risque-t-elle de 
revetir ?) 
o la perception de la perte (pour les parties visees, en quoi le risque peut-il 
avoir un effet sur leurs besoins, leurs interets et leurs preoccupations?) 
On voit egalement apparaitre dans des domaines comme les catastrophes naturelles 
des notions pour exprimer le risque. Ainsi, on retrouve Yalea (element perturbateur), 
Yenjeu (element menace), la vulnerabilite (mesure de la severite d'un incident). 
(Duckstein, Parent, 1994) 
Risque — Aleas x Vulnerabilite 
- Risque = f (Aleas, Vulnerabilite, Enjeux) (Torterot, 1993) 
Selon Prim.net (2005), le risque correspond a la combinaison de l'alea et des enjeux. 
L'alea fait reference a la probabilite de manifestation d'un phenomene accidentel se 
produisant sur un site industriel et l'enjeu correspond a l'ensemble des personnes et des 
biens susceptibles d'etre affectes par un phenomene naturel ou technologique. 
La figure 2.1 demontre cette approche de gestion des risques et on remarque que 
l'enjeu (ensemble des personnes et des biens susceptibles d'etre affectes par un 
phenomene naturel ou technologique) demontre une certaine vulnerabilite vis-a-vis de 
l'alea. La notion d'enjeu, represente par un village, demontre la vulnerabilite des 
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infrastructures du village et de la population. De plus, si on reprend la definition de 
l'enjeu selon Prime.net (2005), on remarque que les termes susceptibles d'etre affectes 
font reference directement a la vulnerabilite de l'enjeu. Cette illustration demontre qu'il 
faut porter une attention particuliere a la vulnerabilite du systeme (le village) qui est a 
l'etude. 
Figure 2.1 : La notion de risque majeur (prim.net futura science, 2005) 
Voici les statistiques de trois seismes recenses par le Ministere de l'ecologie et du 
developpement durable Francais en 2003 (Ministere de l'ecologie et du developpement 
durable, 2004): 
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• Le ler mai 2003, Turquie. Seisme de magnitude 6,4 sur l'echelle de Richter, 176 
morts, 500 blessees et 0,9 M€ de dommages. 305 batiments sont rases et 5000 
endommages. 
• Le 21 mai 2003, Algerie. Seisme de magnitude 6,6 sur l'echelle de Richter, 2278 
morts, 10 147 blesses et 4.3 G€ de dommages. Des dizaines d'immeubles et des 
centaines de villas effbndres. 
• Le 26 decembre 2003, Iran. Seisme de magnitude 6,3 sur l'echelle de Richter, 
26 271 morts, 525 disparus, 14 360 blesses et 0,9G€ de dommages. Ville 
historique de Bam detruite a 70% (90% des habitations). 
Compte tenu du fait que ces trois seismes se sont deroules dans la meme annee avec 
des magnitudes similaires et qu'ils ont engendre des consequences tres variees (que cela 
soit en terme de morts, de blesses, de batiments detruits ou de couts) demontrent que la 
vulnerabilite de l'enjeu (l'etat du systeme qui est represente par le village dans la figure 
2.1) doit etre explicitee lors de son evaluation. 
Le MSPQ prend egalement en consideration la vulnerabilite puisqu'il definit le 
risque comme etant la combinaison de la possibilite d'occurrence d'un alea et de 
I'importance des consequences pouvant en resulter sur les elements vulnerables du 
milieu. 
Pour l'lnstitut National de l'Environnement Industriel et des Risques (INERIS 
2006), le risque se definit comme : 
La probability d 'un phenomene dangereux X intensite du Phenomene Dangereux 
X Enjeux presents X Vulnerabilite des enjeux. 
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L'INERIS considere l'intensite comme etant une substance en cause, une quantite, 
un debit, etc. 
Notons 1'INERIS et le MSPQ font ressortir clairement que la notion de vulnerabilite 
doit etre considered et on remarque que la vulnerabilite d'un systeme et la vulnerabilite 
de la population sont deux vulnerabilites distinctes. 
II est note que le processus de gestion des risques propose par le MSPQ est base sur 
une norme australienne et neo-zelandaise (AS/NZS 4360, 2004) qui definit le risque 
comme etant: the chance of something happening that will have a impact on objectives. 
2.2.1. Analyse des definitions du risque 
Ainsi, la litterature dans le domaine de la gestion des risques nous propose plusieurs 
definitions du risque qui peuvent etre utilisees. Le terme risque recouvre une notion 
subjective et imprecise, s 'appliquant a toutes sortes de cirConstances, dans les domaines 
les plus varies, avec mille acceptions differentes. (Bessis,1984) 
Ce qui revient a dire que lorsqu'un gestionnaire doit realiser une gestion de risque, 
celui-ci doit prendre en consideration son domaine d'etude pour choisir la definition du 
risque qui convient le mieux pour son analyse. Ainsi, il y a une grande place a la 
subjectivite lors des analyses de risque, car le risque est un concept [qui] peut etre 
interpreter de differentes manieres par differentes personnes. (Cameron et Raman, 2005) 
On remarque rapidement que trois concepts reviennent regulierement lors de la 
definition du risque : l'alea, la vulnerabilite et les consequences. II devient alors 
opportun de se pencher sur ces trois concepts qui interagissent entre eux. 
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2.3. L'alea 
L'alea peut etre defini de fa9on generate : 
Origine latine: jeu de des, hasard. Evenement imprevisible, tour imprevisible 
que peuvent prendre les evenements. •> Hasard (Petit Robert, 2001) 
Risques d'incidents defavorables, d'inconvenients. (Larousse, 1998) 
Evenementpotentiellement dangereux. î Prim net. 2007) 
II peut egalement etre percu comme un caractere imprevisible : 
Evenement imprevisible venant perturber un programme ou une prevision. 
(Office quebecois de la langue francaise, 2006) 
L'alea est egalement defini en integrant des parametres plus precis : 
les evenements potentiellement dangereux, d'origine naturelle ou technologique 
(accidentelle), sont deflnis comme des aleas, et leur degre de dangerosite est 
appele intensite. (Prefecture du Cantal. 2003) 
L'alea est done I'expression, pour un type d'accident donne, du couple 
probabilite d'occurrence / gravite potentielle des effets. II est spatialise et peut 
etre cartographie. Par exemple, l'alea explosion produisant une surpression de 
140 mbar a 100 metres est 1 pour 10 000 ans. (Ineris, 2004) 
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Si pour chaque intensite donnee du phenomene, on pent etablir une statistique 
fiable de ses occurrences, on pourra alors definir et calculer la probability 
d'occurrence du phenomene a un niveau donne. On Vappelle I'alea. (Techniques 
de l'ingenieur, 2007) 
Phenomene, evenement physique ou activite humaine susceptible d'occasionner 
des pertes en vies humaines ou des blessures, des dommages aux biens, des 
perturbations sociales et economiques ou une degradation de I'environnement. 
(MSPQ, 2007b) 
Pour ce travail, I'alea sera defini comme etant un evenement naturel ou anthropique 
(interne et externe) susceptible de survenir. 
2.4. Les consequences 
La notion de consequence ne semble pas causee de debat sur sa definition. La 
litterature sur ce concept s'oriente toute vers une definition commune : 
Atteintes ou dommages portes aux populations, aux biens et aux autres elements 
d'un milieu touchepar la manifestation d'un alea (MSPQ, 2008c) 
ensemble des : 
o effets physiques de I 'evenement; 
o dommages causes au recepteur vulnerable (Cameron et Raman, 
2005) 
ensemble: 
o des phenomenes physiques dangereux; 
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o de leurs effets (Aubert et Bernard, 2004) 
Le terme consequence sera interprete comme des effets sur un environnement 
(humain, technologique, socio-economique, biophysique, etc.), des defaillances d'un 
systeme pour ce memoire. 
2.5. La vulnerabilite 
D'un premier point de vue, la vulnerabilite peut etre prise dans un sens large : 
La vulnerabilite au sens le plus large exprime le niveau de consequences 
previsibles d'un phenomene naturel sur les enjeux. (Prim.net, Futura-Science, 
2005) 
Vulnerabilite : caractere vulnerable, fragilite 
o vulnerable : qui peut etre atteint facilement, se defend mal 
o fragilite : facilite a etre altere, deteriore, detruit. Faiblesse. (Petit Robert, 
2005) 
La vulnerabilite peut egalement etre evaluee sous Tangle d'une sensibilite 
territoriale. Tout comme certaines definitions du risque enumerees precedemment, la 
vulnerabilite analysee par rapport a une sensibilite peut etre caracterisee differemment 
selon le domaine d'etude. 
- La vulnerabilite est la sensibilite d'un territoire a un alea hydrologique. Cette 
sensibilite se decline en termes de dommages aux personnes et aux biens et de 
perturbation de Vactivite socio-economique. (Comite National Francais des 
Sciences Hydrauliques [CNFSH], 2006) 
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- Pour une zone ou un point, c'est I 'appreciation de la sensibilite des cibles 
presentes dans la zone a un type d'effet donne (surpression de x mbars, gaz 
toxique a la concentration y pendant un temps t, ...). Par exemple, on 
distinguera des zones d"habitat, des zones de terres agricoles, les premieres 
etant plus sensibles que les secondes a un alea d'explosion en raison de la 
presence de construction et de personnes. (INERIS, 2004) 
En considerant une fois de plus le domaine des catastrophes naturelles, celui-ci fait 
intervenir une fois de plus le concept de systeme. Ce concept est analyse sous la forme 
d'une disposition initiale qui pourrait etre perturbee par un element declencheur et ainsi 
engendree des consequences : 
C'est la propension d'une societe donnee a subir des dommages en cas de 
manifestation d'un phenomene naturel, anthropique ou mixte. (D'Ecrole, 1994) 
La vulnerabilite sont les caracteristiques d'une personne ou d'un groupe en 
termes de capacite a anticiper, affronter, resister et a se retablir apres I 'impact 
d'un alea naturel. (Blaikie, P., Cannon, T., Davis, I., et Wisner, B., 1994) 
La vulnerabilite est la capacite ou I 'incapacite pour des individus ou un groupe 
social de repondre a, dans le sens de s 'occuper de, recuperer de ou de s 'adapter 
a, une « blessure » externe (un dommage majeur), qui pourraient limiter les 
capacites a repondre a, accentuer les effets et etre independants des futures 
menaces. (Ager et Kelly, 2000) 
La litterature propose d'introduire une notion qui caracterise la disposition initiale 
du systeme. Ainsi, l'etat (disposition initiale) d'un systeme se voit caracterise par un etat 
evolutif. La vulnerabilite est representee dans un systeme par une predisposition a faire 
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face a des evenements exterieurs et pouvoir, ou non, s'y adapter. Ce qui fait ressortir le 
fait qu'un systeme peut avoir plusieurs degres de defaillances sans tomber pour autant 
hors service : 
- La vulnerability est le degre a partir duquel un systeme est susceptible de 
defaillir, d'etre endommage, de tomber. (Smit, B., et al., 2000) 
- La vulnerability est le degre a partir duquel un systeme est susceptible defaire 
face, ou est incapable de s'adapter, a un effet indesirable de changement de 
climat, incluant la variability du climat et ses extremes. II s'agit d'une fonction 
dont les parametres sont I 'amplitude et le taux de variation du climat auquel le 
systeme est expose, sa sensibilite, et sa capacite d'adaptation. 
(Intergovernmental Panel on Climat Changes [IPCC], 2001) 
- La vulnerabilite est un indicateur de la possibilite qu 'un dommage ou qu 'un 
prejudice apparaisse; elle represente (defacon mathematique) une fonction de, 
et (defacon non mathematique) est composee de : 
o la resistance, la capacite a resister aux changements dus aux dangers. 
o la resilience, la capacite a revenir a I'etat original a la suite d'un 
evenement. 
o la susceptibilite, / 'evenement de I 'etat physique, sans prendre en compte 
les changements dans le temps. (Capobianco, M., De Viend, H.J., et 
Stive, M.J.F., 1999 ; Klein etNicholls, 1999) 
Cette notion de systeme vulnerable prend egalement de l'ampleur comme parametre 
a integrer au risque : A tendency in project risk analysis is to represent the relationship 
between risk event and risk consequence as statistical risk event-consequence link. This 
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thinking tends to neglect the influence of project system in mediating the link. ... the 
notion of system vulnerability open up the link between risk event and risk consequence. 
(Hongliang, 2007) 
La vulnerability peut etre analysee sous la forme d'une evolution dans le temps de 
l'etat du systeme relativement a un evenement exterieur. Ce qui revient a dire que la 
notion de vulnerability peut etre ainsi caracterisee sous la forme de : 
Consequences, pertes, endommagement, non-fonctionnement, enjeux, 
defaillances, etc.; 
- Susceptibilite, fragilite, sensibilite, capacite a, propension, etc.; 
Temps, la variation, evolution du systeme, etc. ; 
- Etat, representation, etc. (Beylot, 2007) 
Pour le MSPQ (2007b), la notion de vulnerabilite est definie comme etant des : 
conditions decoulant de facteurs ou de processus physiques, sociaux, economiques ou 
environnementaux qui augmentent le nombre, la valeur et la sensibilite des elements 
d'un milieu exposes aux effets des aleas. 
Ainsi, la definition du risque proposee par le MSPQ (2007b), qui est une 
combinaison de la possibilite d'occurrence d'un alea et de I'importance des 
consequences pouvant en resulter sur les elements vulnerables du milieu, fait ressortir 
l'importance de prendre en compte la notion de vulnerabilite. 
On remarque que la notion de vulnerabilite doit etre plus explicitee dans certains cas. 
En effet, selon l'objectif de l'analyse des risques, parfois c'est le milieu qui est 
vulnerable, car c'est lui qui subit les consequences et parfois c'est le systeme qui est 
vulnerable, car il subit un alea. Par exemple, si une forte pluie fait en sorte qu'un 
barrage cede et qu'il y a une inondation affectant un village. C'est le village (le milieu) 
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qui est considere comme vulnerable face aux dommages causes par l'inondation (la 
consequence), mais cette vision ne permet pas de faire ressortir la vulnerabilite du 
barrage face a la forte pluie. 
Finalement, la definition de la vulnerabilite comme etant une propriete, evolutive 
dans le temps, d'un systeme a subir des defaillances en fonction de son etat sera retenu 
pour ce travail. 
2.6. Presentation du CRP et de sa definition du risque 
Depuis une dizaine d'annees, le Centre risque et performance (CRP) realise des 
travaux sur les interdependances entre les infrastructures essentielles (IE). Ceux-ci font 
ressortir plus specifiquement les liens qui unissent les differents IE lorsqu'il y a 
apparition d'une defaillance chez l'une des IE, soit les effets domino. Ces travaux du 
CRP ont permis de developper une methodologie d'evaluation et de gestion des 
interdependances entre IE qui a mene a la caracterisation des interdependances, 
fonctionnelles et geographiques, a l'anticipation d'effets domino et a la mise en place de 
mesures de prevention et protection vis-a-vis des IE. 
II est a noter que les travaux du CRP ont rassemble un grand nombre de partenaires 
oeuvrant dans le domaine des mesures d'urgence au sein d'lE. Ces partenaires sont: 
Bell Canada (telecommunications), Gaz Metro (gaz), Hydro-Quebec (electricite), 
ministere des Transports du Quebec, ministere de la Securite publique du Quebec, 
Securite publique Canada, Tecsult (cabinet d'ingenieurs-conseils), Ville de Montreal 
(reseaux d'aqueduc et egouts, centre de securite civile), ville de Quebec (Bureau de la 
securite civile, Travaux publics, Technologie de l'information et des 
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telecommunications, Gestion des immeubles, Ingenierie, Amenagement du territoire, 
Environnement, Reseau de transport de la Capitale). 
Le CRP a choisi d'utiliser le terme « reseau de support a la vie (RSV) » pour mieux 
illustrer le terme «infrastructures essentielles » puisque l'utilisation du terme RSV 
permet de circonscrire a la fois la complexity et la composition des reseaux des IE. En 
effet, le terme infrastructure peut porter a confusion, car nous ne voulons pas decrire, 
par exemple, une infrastructure comme un pylone, mais bien l'ensemble des 
composantes operationnelles du reseau integrant les processus de gestion et de controle. 
Ainsi, au niveau terminologie, les termes IE et RSV signifient la meme chose. 
De plus, le CRP a developpe le principe de demarche de prevention. Cette demarche 
a pour but d'etablir un processus de communication bilaterale qui favorise les echanges 
d'informations pertinentes a l'interieur d'un territoire predefini entre les differents 
acteurs. Elle preconise egalement que chaque acteur doive signaler toute defaillance de 
son RSV afin que les autres puissent prevoir ce qui se passera dans le leur. La 
cooperation entre les acteurs, l'anticipation des effets domino et de la continuite dans la 
gestion du risque sont des avantages souleves par cette demarche. 
Pour completer cette demarche de prevention, le CRP utilise une approche orientee 
client fournisseur que Ton nomme : l'approche par consequence. Cette approche permet 
de determiner, pour chaque RSV, les ressources utilisees et les ressources fournies 
(missions). Par la suite, pour chaque ressource utilisee, la consequence sur la mission 
du RSV qui resultera de la defaillance de cette ressource est identifiee. La demarche de 
prevention et l'approche par consequence (qui sera definie plus en detail lors du chapitre 
trois) permettent de centrer la gestion des risques sur les consequences plutot que sur les 
causes de defaillances. Ainsi, il est possible de determiner la vulnerability globale des 
RSV et de remonter de la defaillance d'une mission pour obtenir les causes en passant 
par les operations et les infrastructures. 
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Dans le cadre de ces travaux en gestion des risques, le CRP a developpe une 
definition du risque qui lui permet de prendre en consideration la complexity des RSV. 
Ainsi, le risque correspond a la vulnerabilite d'un systeme face a des aleas et susceptible 
d'engendrer des consequences. Cette definition du risque prend en compte les termes 
suivants et ils sont representes dans la figure 2.2. 
La vulnerabilite est une propriete, evolutive dans le temps, d'un systeme a subir 
des defaillances en fonction de son etat. 
La defaillance se refere a une alteration, degradation ou cessation de l'aptitude 
d'un systeme a accomplir sa ou ses missions requises avec les performances 
specifiees. 
Le systeme represente un ensemble coherent d'elements (ou de processus) lies 
par des objectifs, des responsabilites ou des missions communs et fixes. 
L'alea est un evenement naturel ou anthropique (interne et externe) susceptible 
de survenir. 
Les consequences sont les effets sur un environnement (humain, technologique, 
socio-economique, biophysique, etc.), des defaillances d'un systeme. 
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Risque = combinaison (vulnerabilite ; al ia ; consequences) 
Risque 
Altos 
(stat'de £tat £tat critique 
reference actual (defaithnce) 




Figure 2.2 : La notion de Risque en tant que /(Vulnerabilite, Alea, Consequences) 
Selon Dubois-Maury et Chaline (2004) : 
Toute ville pent s 'interpreter comme un systeme dynamique, 
tout atteint a I'une de ces composantes va, non settlement modifier 
revolution de celle-ci, mais selon toute probability affectera le 
comportement et I'equilibre de Vensemble. [...] chaque alea est un 
emetteur de risques, avec sa propre intensite, ses caracteristiques 
particulieres, qui vont interferer avec un milieu recepteur, susceptible 
de connaitre, en fonction de sa vulnerabilite: un simple 
dysfonctionnement passager, une rupture d'equilibre plus profonde, 
une bifurcation, voire bien plus rarement une situation de chaos. 
Etant donne que ce memoire a pour objectif de presenter une methodologie pour 
1'evaluation de la vulnerabilite d'une MRC face aux ressources essentielles et qu'une 
MRC peut etre considered comme un systeme en soi, la definition du risque retenue 
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pour l'etablissement de la methodologie doit faire ressortir le fait qu'une MRC peut etre 
considered comme un systeme vulnerable face a des aleas et que cette vulnerabilite 
differe selon la nature de l'alea. 
La definition du risque proposee par le CRP a ete developpee pour evaluer les RSV 
(fournisseurs de ressources essentielles). Par consequent, la definition du risque du CRP 
sera adaptee pour evaluer la vulnerabilite d'une MRC quant aux ressources essentielles 
qu'elle fournit a sa population. 
De plus, cette definition du risque met au coeur de la problematique de la gestion des 
risques la vulnerabilite du systeme. Le fait d'utiliser la vulnerabilite du systeme permet 
de prendre en compte plusieurs autres facteurs que l'alea uniquement lors de l'analyse 
de risque. Through incorporating vulnerability analysis into project risk analysis, 
project risk process can be extended to involve more factors different from risk event. 
(Hongliang, 2007) 
Compte tenu du fait qu'un systeme se definit par un ensemble coherent d'elements 
(ou de processus) lies par des objectifs, des responsabilites ou des missions communs et 
fixes, la notion de defaillance permet d'identifier des modes de degradations des ces 
missions. Cela revient a dire qu'il est possible d'etablir des indicateurs qui prennent en 
compte des modes d'alterations, degradations ou cessations de l'aptitude d'un systeme a 
accomplir sa ou ses missions requises avec des performances specifiques. Par 
consequent, si on prend en consideration qu'une MRC a pour mission de fournir des 
ressources essentielles a sa population, la definition du risque proposee par le CRP va 
permettre d'identifier des modes de degradations de cette fourniture afin d'en evaluer sa 
vulnerabilite. 
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En prenant en consideration que ce memoire vise 1'evaluation de la vulnerability 
d'une MRC face aux ressources essentielles, il est necessaire d'identifier ce que Ton 
considere comme etant une ressource essentielle. Le MSPQ tout comme Securite 
publique Canada (SPC, 2008), denombre dix infrastructures essentielles qui constituent 
les elements les plus importants pour le bon fonctionnement de la societe et la continuity 
des operations des entreprises. Par consequent, les ressources fournies par ces dix 
infrastructures seront considerees comme ressources essentielles et ceux-ci sont de 
l'ordre de: 
1. Energie et services publics (systemes de production d'energie electrique, de gaz 
naturel et de petrole, ainsi que leurs reseaux de transport) ; 
2. Technologie de I'information et des communications (systemes, logiciel, 
materiel et reseaux de telecommunications et de radiodiffusion, y compris 
Internet) ; 
3. Finances (operations bancaires, valeurs mobilieres et investissements); 
4. Soins de sante (hopitaux, etablissements de soins de sante et de reserve de sang, 
laboratoires et produits pharmaceutiques); 
5. Nourriture (securite, distribution, agriculture et industrie alimentaire); 
6. Eau (eau potable et gestion des eaux usees) ; 
7. Transports (voies aeriennes, ferroviaires, maritimes et terrestres); 
8. Securite (securite contre les armes chimiques, biologiques, radiologiques et 
nucleaires, matieres dangereuses, recherches et sauvetages, secours d'urgence et 
barrages); 
9. Gouvernement (services, installations, reseaux d'information, biens 
gouvernementaux et sites et monuments nationaux privilegies) ; 
10. Fabrication (base industrielle de la defense, industrie chimique). 
Ces ressources essentielles identifiees sont egalement celles utilisees par le CRP lors 
de ces travaux sur les RSV. Par consequent, ces ressources essentielles seront utilisees 
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pour la methodologie d'evaluation de la vulnerabilite des MRC face aux ressources 
essentielles presentee dans ce memoire. 
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CHAPITRE 3 
CARACTERISATION DU SYSTEME ET DE LA 
VULNERABILITE 
3.1. Caracterisation du systeme 
Si nous reprenons la definition du systeme, qui est un ensemble coherent d'elements 
(ou de processus) lies par des objectifs, des responsabilites ou des missions communs et 
fixes, il est necessaire d'elaborer ce que nous entendons par systeme pour mieux 














Figure 3.1 : Representation de la definition d'un systeme 
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Puisqu'un systeme est un ensemble de processus administratifs et techniques dedies 
a la fourniture de ressources et de services (sa mission), celui-ci a egalement besoin de 
services et de ressources pour repondre adequatement a la mission qu'il fournit. 
Selon 1'Office quebecois de langue fran9aise (2008), un service correspond a 
Pensemble des activites d'utilite collective et d'interet general, assumees ou regies par un 
ministere ou un organisme [systeme], en vertu des obligations legales qui lui incombent 
et des engagements qu'il a pris. Le service est, dans son essence, immateriel: la 
delivrance d'un permis, l'octroi d'aide financiere, l'accompagnement d'une personne en 
recherche de travail, en sont des exemples. II conduit obligatoirement a un resultat qui 
peut etre materiel et tangible (un montant d'argent) ou immateriel (l'obtention ou le refus 
d'une permission, une explication d'ordre linguistique). 
Une ressource peut etre de plusieurs natures : 
Infrastructures et equipements 
Matiere, energie et bien 
Humaine 
Information et donnee 
Financiere et assurance (Robert, 2007a) 
Les ressources sont fournies par des entites externes ou internes au systeme. Par 
exemple, si le systeme a l'etude est une municipalite, celle-ci peut utiliser les 
infrastructures d'Hydro-Quebec pour fournir l'electricite a sa population. Dans ce cas, 
les infrastructures d'Hydro-Quebec sont considerees comme des entites externes au 
systeme puisque ces infrastructures ne sont pas sous la juridiction de la municipalite. 
Une municipalite qui possede une usine de traitement des eaux est un exemple d'entite 
interne, car la municipalite a besoin de cette ressource (usine) pour fournir l'eau potable 
a sa population et cette usine est sous la juridiction de la municipalite, done interne au 
systeme. 
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II est par consequent possible de caracteriser le systeme en termes de services et 
ressources utilises et de services et ressources fournis. Des lors, la mission d'un systeme 
(les services et ressources fournis) devient vulnerable vis-a-vis des services et ressources 
qu'il utilise. 
La figure 3.2 represente la combinaison des trois parametres du risque qui sont les 
aleas, la vulnerabilite et les consequences. On remarque que les aleas peuvent affecter 
directement le systeme et les utilisateurs des services et ressources fournis par le 
systeme. II ne faut pas perdre de vue que si les entites externes ne peuvent plus fournir 
les ressources necessaires au systeme pour remplir sa mission, ces manques de 
fournitures doivent etre considered comme des aleas potentiels. 
II faut egalement specifier que des aleas peuvent survenir au sein meme du systeme 
en affectant les entites internes qui fournissent une ressource ou un service necessaire a 
la mission du systeme. II ne faut pas omettre qu'un alea est un evenement naturel ou 
anthropique (interne et externe) susceptible de survenir. 
Ainsi, le systeme est vulnerable par rapport aux ressources et services qu'il utilise et 
par rapport aux ressources et services qu'il fournit. Les consequences sont representees 






















Figure 3.2 : Representation des trois parametres du risque par rapport a un 
systeme 
Done, le sens que prend le terme vulnerabilite (propriete evolutive dans le temps, 
d'un systeme a subir des defaillances en fonction de son etat) dans l'etat du systeme est 
central pour 1'analyse de risque. 
En effet, lorsqu'un alea survient, celui-ci peut affecter directement le systeme et/ou 
les services/ressources qu'il utilise. Cela va provoquer (ou pas) une defaillance 
(alteration, degradation ou cessation de l'aptitude d'un systeme a accomplir sa ou ses 
missions) et cette defaillance va engendrer des consequences sur les utilisateurs des 
services/ressources fournies par le systeme. II devient alors primordial de caracteriser la 
vulnerabilite du systeme vis-a-vis de la fourniture de ses services et ressources (ses 
missions). 
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II est a noter que pour alleger le texte, lorsqu'il sera question des ressources fournies 
par un systeme (ses missions), cela inclura de facto les services qu'il fournit. 
3.2. Caracterisation de la vulnerabilite 
La mission d'un systeme est de fournir une ressource. La vulnerabilite correspond a 
une evaluation des modes ou des seuils de defaillance de cette mission et done de la 
degradation de la ressource. 
Une ressource est caracterisee en termes de performances specifiers. Cela veut dire 
qu'il est possible d'evaluer qualitativement et quantitativement son etat. Des seuils de 
performances peuvent etre etablis, tout comme des seuils de defaillances. Enfm, il est 
possible de definir la limite extreme de defaillance qui correspond a la mise hors service 
de cette ressource ou sa non-disponibilite. Done, minimalement, il y a trois zones (etats 
de la ressource) qui peuvent etre defmies : normal, degrade et hors service. Ces zones 
peuvent etre divisees en sous zone si necessaire. La figure 3.3 represente cette 
caracterisation d'une ressource fournie. 
II est note que selon l'etat de la fourniture de la ressource, cela va occasionner ou 
non des consequences sur un environnement. L'environnement represente les 
utilisateurs de la ressource fournie par le systeme. Par consequent, e'est l'environnement 
(les utilisateurs) qui est affecte par la degradation de la fourniture d'une ressource. 
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Consequences sur l'environnement 
Figure 3.3 : Caracterisation d'une ressource fournie 
3.2.1. Etablissement des seuils de degradations (defaillances) 
II a ete mentionne que la fourniture d'une ressource peut etre caracterisee selon trois 
etats (normal, degrade et hors service). L'etablissement de ces trois etats doit se faire 
selon les besoins des utilisateurs de la ressource, puisque ce sont eux qui subissent les 
degradations de la ressource fournie. 
Par consequent, les seuils de degradation d'une ressource doivent etre identifies 
selon des parametres etablis par les utilisateurs. Ainsi, la fourniture d'une ressource se 
fait de facon normale lorsque les parametres etablis par les utilisateurs sont respectes. La 
fourniture est degradee lorsqu'un ou plusieurs parametres ne sont pas respectes, done 
non-respect des seuils fixes par les utilisateurs. Finalement, lorsque les utilisateurs de la 
ressource ne recoivent plus la ressource ou que celle-ci est jugee inutilisable pour les 
utilisateurs, cette ressource se retrouve dans l'etat hors service. 
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Par consequent, la caracterisation de la vulnerabilite d'un systeme vis-a-vis de la 
fourniture d'une ressource (sa mission) se fait par 1'identification de seuils de 
defaillance. 
3.2.2 L'etat du systeme 
Un systeme represente un ensemble coherent d'elements lies par des objectifs, des 
responsabilites ou des missions communes et fixees. Ainsi, dans notre cas, un systeme 
doit etre evalue comme un reseau comprenant des composantes (batiments et/ou 
infrastructures et equipements cles) qui lui sont necessaires pour la fourniture d'une 
ressource essentielle et qui ont des proprietes evolutives dans le temps. Ces composantes 
doivent etre identifiees par un gestionnaire responsable d'un reseau afin d'en evaluer 
leurs vulnerabilites face a des elements anthropiques (internes et externes) pouvant 
favoriser ou engendrer des defaillances vis-a-vis de la fourniture d'une ressource 
essentielle. 
Chaque systeme responsable de la fourniture d'une ressource essentielle doit faire 
ses propres analyses de vulnerabilite pour en degager son etat. Une fois cette analyse 
completee, les resultats obtenus devront etre integres dans un schema de securite civile 
ou dans les plans de securite civile. Cette integration pourra se faire lorsque la 
difference des points a integrer dans un schema ou dans un plan de securite civile sera 
connue. 
Par exemple, l'utilisation d'un reseau d'aqueduc est necessaire pour fournir l'eau 
potable. Par consequent, si certaines infrastructures sont vieillissantes et en mauvais etat, 
des bris pourraient survenir et affecter la distribution de l'eau. Des points de 
contamination peuvent se manifester egalement. Dans de telles situations, la 
vulnerabilite de la fourniture de l'eau potable augmente. 
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3.3. L'approche par consequence 
Compte term du fait que la vulnerabilite vis-a-vis de la fourniture d'une ressource se 
caracterise selon des seuils de defaillances et que ces seuils de defaillances sont fournis 
par les utilisateurs de la ressource, il devient opportun d'identifier les consequences que 
peuvent engendrer ces defaillances. 
L'approche par consequence est une analyse deductive qui permet d'identifier, en 
premier lieu, les consequences inacceptables sur un environnement defini pour ensuite 
identifier les causes qui engendrent ces consequences. Ainsi, cette approche recherche a 
analyser les consequences pour determiner les conditions qui favorisent Vapparition de 
I'ensemble des consequences. (Robert, 2007b) II est capital de tenir compte de la realite 
du systeme a l'etude en termes d'etat et devolution dans le temps lors de l'utilisation de 
cette approche. 
L'approche par consequence est une methode qui a deja prouve son efficacite. En 
effet, cette approche favorise la creation de courbes de consequences qui permettent aux 
gestionnaires d'evaluer les interdependances des reseaux de support a la vie. The results 
of these curves are very interesting: once all the interdependencies are identified, it is 
possible to identify those that are most critical and those that are less so, anticipate 
domino effects in advance, and start a dialogue on possible preventive and protective 
measures to be put in place (Robert et Morabito, 2008a). Voyons maintenant comment 
Ton peut obtenir des courbes de consequences. 
Lorsqu'un systeme fournit une ressource dont l'etat est degrade ou hors service, 
celui-ci va necessairement toucher les utilisateurs de cette ressource. Par exemple, si un 
systeme qui fournit la ressource eau potable et tombe en defaillance, ce systeme ne 
fournit done plus sa ressource a l'etat normal; la population qui consomme cette 
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ressource est affectee. II en va de meme pour tout systeme qui se sert de l'eau pour le 
fonctionnement de ces installations. 
II devient alors necessaire, pour un systeme qui fournit des ressources de maniere 
degradee ou hors service, de definir les consequences que cela peut engendrer sur les 
utilisateurs de sa ressource. 
Ces consequences sont exprimees a I 'aide de courbes qui permettent de comprendre 
les effets de Vutilisation d'une ressource degradee sur le fonctionnement d'une 
infrastructure ou d'un systeme en fonction du temps (Robert et al. 2006). On exprime 
les consequences en fonction de la duree de la defaillance de la ressource et de l'etat de 
la degradation de la ressource. 
La figure 3.4 illustre cette relation entre la defaillance d'une ressource et les 
consequences sur les utilisateurs de celle-ci sur un environnement defini. On peut 
identifier que si la ressource « eau » est hors service, les consequences, sur les reseaux, 
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Figure 3.4 : Courbes de consequence des reseaux face a la ressource « eau » 
dans une zone definie (Robert et Morabito, 2008) 
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Les courbes de consequences sont des outils crees pour les utilisateurs de ressources, 
car lorsqu 'un utilisateur est avise de la degradation de I 'une des ressources qu 'il utilise, 
ilpeut, a J'aide de ces courbes, anticiper les consequences de cette degradation sur son 
propre fonctionnement et sur la ressource qu'il fournit (Robert, et al. 2006). Ainsi, un 
systeme qui prevoit fournir sa ressource de facon degradee peut avertir les utilisateurs de 
sa ressource pour que ceux-ci reagissent en consequence. 
Cette methodologie de gestion correspond a une demarche continue, evolutive et 
proactive de gestion des risques dans le domaine de la planification des mesures 
d'urgence et des phenomenes lies aux interdependances (Robert, 2007b).Une priorite est 
portee vers l'anticipation des consequences nefastes et sur une communication des 
risques entre les systemes interagissant a l'interieur d'un meme environnement. 
3.4. Le role des MRC 
Compte tenu du fait qu'une MRC sera analysee sous Tangle d'un systeme lors de la 
presentation, au chapitre cinq, de la methodologie d'evaluation de la vulnerabilite face 
aux ressources essentielles, il est devient alors opportun d'identifier son role. 
Les municipalites regionales de comte (MRC) sont des municipalites regionales 
offrant des services aux municipalites au Quebec. Elles regroupent toutes les 
municipalites d'une meme region. 
Les MRC sont responsables de la creation du schema de securite civile et du suivi 
periodique des actions que devront realiser les municipalites locales en matiere de 
protection sur leur territoire selon ledit schema. Par ce moyen de planification, les 
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autorites locales et regionales vont determiner les objectifs de protection visant a reduire 
les vulnerabilites des municipalites exposees aux risques de sinistre majeur et par la 
suite, preciser les actions necessaires pour les atteindre. (MSPQ, 2002) 
Selon les articles 18 et 19 de la Loi sur la securite civile du Quebec (MSPQ, 2002), 
les elements que doit contenir le schema de securite civile sont: 
un sommaire des caracteristiques physiques, naturelles, humaines, sociales et 
economiques du territoire de Pautorite regionale; 
- une liste des risques de sinistre majeur presents sur le territoire couvert par le 
schema, incluant les risques soumis a la declaration obligatoire, avec pour 
chacun son emplacement et les consequences possibles; 
- un inventaire des mesures de protection existantes et des ressources humaines, 
materielles et informationnelles dont les municipalites disposent; 
une evaluation du degre de vulnerability de chaque municipalite locale pour 
chacun des risques de sinistre majeur qui la concernent; 
les objectifs de protection pour diminuer la vulnerabilite des municipalites 
compte tenu des mesures de protection existantes et des ressources disponibles; 
les actions que devront entreprendre les municipalites pour atteindre ces 
objectifs; 
les conditions de mise en ceuvre de ces actions par les municipalites concernees; 
- une procedure de verification periodique de l'etat d'avancement des actions 
prevues au schema et du degre d'atteinte des objectifs fixes; 
- une partie ou la totalite des elements analogues qui se trouvent dans le schema de 
couverture des risques d'incendie. 
Compte tenu du fait que les municipalites doivent mettre en place et coordonner les 
mesures de securite civile decoulant du schema de securite civile de leurs MRC. Le 
schema doit porter une attention particuliere sur les vulnerabilites vis-a-vis des 
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fournitures de services et de ressources essentielles a la population. Cette attention doit 
etre incluse dans le schema, puisque les municipalites doivent, en cas de sinistre, 
maintenir leplus longtemps possible les services essentiels suivants (MSPQ, 2008) : 
la securite des personnes; 
la sauvegarde des biens; 
I'hebergement; 
I'alimentation en eau et en vivres; 
I'hygiene; 
la sante publique 
Par consequent, l'analyse de la vulnerability vis-a-vis de la fourniture des services et 
des ressources essentielles correspond a l'une des missions visees par la MRC lors de la 
creation du schema de securite civile. 
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CHAPITRE 4 
PRESENTATION GLOBALE DE LA METHODOLOGIE 
DE LA GESTION DES RISQUES DE SINISTRE DU MSPQ 
4.1. Introduction 
La methodologie proposee par le MSPQ, inscrite dans le cadre de reference pour la 
gestion des risques a pour objectif d'etablir un processus de gestion des risques de 
sinistre qui assure une gestion structuree, rigoureuse et efflcace des risques permettant 
de proteger les personnes, les biens et I'environnement contre les sinistres. (MSPQ, 
2007b) Ce cadre, une fois mis en place, permettra a tous les intervenants en securite 
civile de gerer les risques de la meme maniere. Ainsi, le ministere s'assure d'une gestion 
des risques commune partout au Quebec. Ce processus developpe par le ministere se 
base sur la norme australienne et neo-zelandaise AS/NZS 4360. 
Le processus de gestion des risques de sinistre se divise en cinq grands axes. Soit, 
• l'etablissement du contexte, 
• l'appreciation des risques (qui se divise en trois sections : 1'identification des 
risques, l'analyse des risques et 1'evaluation des risques), 
• le traitement des risques, 
• la communication et la consultation, et le suivi et la revision. 
La figure 4.1 represente ce processus propose par le MSPQ. Le MSPQ (2008b) note 
que cette representation pourrait etre modifiee prochainement. Un resume de 
l'etablissement du contexte et des trois sections de l'etape de l'appreciation des risques 
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sera fait lors de ce chapitre, car le chapitre 5, qui porte sur une methodologie axee sur 
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Figure 4.1 : Le processus de gestion des risques de sinistres (MSPQ, 2008b) 
4.2. L'etablissement du contexte 
Cette etape du processus propose trois elements a considerer pour l'etablissement du 
contexte. Ces trois elements, qui sont: l'identification du contexte interne et externe, 
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l'etablissement du contexte associe a la gestion des risques au sein de la collectivite ou 
de 1'organisation et la determination de criteres devaluation des risques de sinistre, vont 
permettre aux autorites responsables de l'application de la demarche d'etablir le 
contexte et les parametres dans lesquels s'inscrit le processus. 
4.2.1. L'identification du contexte interne et externe 
Cette etape vise une comprehension de l'environnement generate dans laquelle va 
s'adherer le processus. Cela fait reference au contexte organisational et juridique qui 
influence la demarche. Par consequent, il faut determiner les situations qui out cours sur 
les plans administratif, politique, social et culturel prevalant au sein de la collectivite ou 
de I 'organisation et qui peuvent influencer le deroulement de la demarche. (MSPQ, 
2007b) Par exemple, il faut identifier les lois, les normes, les politiques, etc., qui 
encadrent et orientent les actions posees lors de la realisation du processus. 
4.2.2. L'etablissement du contexte associe a la gestion des risques 
II est question, pour cette etape, d'etablir le contexte particulier associe a la gestion 
des risques. Ainsi, il faut une revue de l'etat general de ce qui a deja ete fait en matiere 
de gestion de risque (principales mesures, ressources disponibles et niveau 
d'engagement des acteurs). Cela se concretise par trois procedes. Premierement, il faut 
enoncer le but, les objectifs, la nature et la portee des elements considered lors de la 
demarche. Plus precisement, une identification precise doit etre faite sur : 
- / 'objet de la demarche et les resultats attendus; 
- le territoire ou le secteur a I 'etude; 
- la portee des risques qui serontpris en compte; 
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- les limites et les contraintes associees au processus et aux resultats qui vont en 
decouler. (MSPQ, 2007b) 
Deuxiemement, il faut etablir les roles et les responsabilites auxquels vont faire face 
tous les acteurs de la demarche de gestion des risques. Ainsi, cela va permettre d'eriger 
une structure et une methode de fonctionnement pour la mise oeuvre de la demarche. 
Troisiemement, les ressources necessaires a la demarche devront etre identifiees, ainsi 
que les moyens pour les obtenir. 
4.2.3. La determination de criteres devaluation des risques 
L'etablissement de criteres d'evaluation des risques a pour objectif d'evaluer 
l'acceptabilite des risques en laissant le moins de place a la subjectivite. Par consequent, 
il faut, a l'aide de tous les acteurs engages dans le processus, etablir des seuils qui, pour 
la collectivite ou I 'organisation, represented les situations qui sont acceptables et celles 
qui ne le sont pas. (MSPQ, 2008) Ces criteres devaluation des risques concernent 
differents elements. On y retrouve done des criteres de nature technique, financier, 
social, juridique, etc. Ces criteres identifies seront reportes a l'etape de 1'evaluation des 
risques afin d'etablir une hierarchisation des risques a traiter. 
4.3. L'appreciation des risques 
Ce processus de gestion des risques, qui englobe trois etapes, vise une connaissance 
des risques auxquels s 'expose une collectivite ou a une organisation. Par consequent, 
cela va faciliter la prise de decision sur les moyens a prendre pour la reduction des 
risques. Les trois etapes necessaires sont: Identification des risques, l'analyse des 
risques et revaluation des risques. L'appreciation des risques est done une demarche 
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structuree et rigoureuse jumelee a des parametres techniques precis. (MSPQ, 2007b) II 
est alors opportun d'identifier les trois etapes de ce processus. 
4.3.1. L'identification des risques 
Cette etape se concentre sur la recolte d'informations afm d'identifier les risques 
auxquels sont exposees une collectivite ou une organisation. La recolte de donnee doit 
se faire de maniere structuree et methodique puisque les autres etapes du processus 
(appreciation des risques) utiliseront ces donnees pour etre completers. Done, l'etape de 
l'identification des risques sert de fondement pour les etapes a venir puisqu'elle 
recueille de 1'information sur le milieu, les aleas et la vulnerabilite. 
II y a quatre actions principales lors de cette etape : la caracterisation du milieu, 
1'identification et la caracterisation des aleas, l'etablissement du profil de vulnerabilite et 
la determination des risques consideres. 
4.3.1.1 La caracterisation du milieu 
La caracterisation du milieu fait reference a un examen detaille des caracteristiques 
physiques, naturelles, humaines, sociales et economiques (MSPQ, 2007b) d'une 
collectivite ou d'une organisation. Cet examen est effectue dans le but de degager, dans 
un premier temps, les aleas qui peuvent affecter la collectivite ou l'organisation et dans 
un deuxieme temps, les vulnerabilites des elements exposes aux aleas. 
4.3.1.2 L'identification et la caracterisation des aleas 
L'identification et la caracterisation des aleas se font suite aux donnees recueillies 
precedemment. Pour tous les aleas identifies, une caracterisation de ceux-ci se fait par 
l'entremise de recherche de renseignements sur : 
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les possibilites d 'occurrence; 
la distribution spatiale; 
la duree de I 'impact; 
le moment ou I 'alea est susceptible de survenir; 
la previsibilite; 
- la possibilite de maitrise ou de controle de I'alea. (MSPQ, 2007b) 
II faut egalement prendre en consideration les aleas externes qui peuvent affecter la 
collectivite ou 1'organisation. Par exemple, une inondation peut affecter une collectivite 
a la suite du bris d'un barrage qui est situe dans une collectivite voisine. 
4.3.1.3 L'etablissement du profil de vulnerability 
Pour donner suite a la caracterisation des aleas, il faut desormais identifier les 
elements qui sont susceptibles d'etre affectes par les aleas. Ces elements sont identifies 
par rapport a leur exposition et a leur vulnerabilite vis-a-vis des aleas. Tous les elements 
exposes doivent etre identifies et evalues enfonction de leur degre d"exposition, de leur 
valeur ou de leur importance strategique pour les personnes et la collectivite ou 
I 'organisation et de leur sensibilite aux divers aleas potentiels en cause (MSPQ, 2008) 
afin d'etablir un profil de vulnerabilite du milieu. 
4.3.1.4 La determination des risques considered 
II faut desormais determiner les risques exposes par la collectivite ou 1'organisation 
pour donner suite aux recueils et aux analyses effectues precedemment. Ainsi, on evalue 
l'interaction entre les aleas identifies et les elements qui pourraient etre affectes par 
ceux-ci. II y a presence d'un risque si les elements exposes aux aleas sont vulnerables a 
ceux-ci. 
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4.3.2. L'analyse des risques 
A la suite de 1'identification des risques, la demarche de l'analyse des risques a pour 
objectif d'estimer le niveau (1'importance) des risques retenus. Ainsi, il faut une analyse 
detaillee des aleas identifies et de la vulnerabilite des elements exposes. Ce lien a pour 
visee de faire ressortir les probabilites d'occurrence des aleas et les consequences 
associees a leurs manifestations. L'analyse des risques requiert que des hypotheses 
soient formulees en fonction des faits en presence, des evenements survenus dans le 
passe et de Vinformation accessible. (MSPQ, 2007b) Une attention doit etre portee sur 
les quatre actions qui caracterisent l'analyse des risques. 
4.3.2.1 L'identiflcation et revaluation des mesures de controles 
existantes 
Une fois que 1'identification des mesures de controles deja implantees au sein de la 
collectivite ou de l'organisation est completee, il faut evaluer leurs impacts sur les 
risques retenus. Cette evaluation sert a connattre si les mesures de controles peuvent 
diminuer la probabilite d'occurrence d'un alea et/ou des consequences qui lui est 
associee. Ces mesures de controles peuvent provenir de plusieurs domaines et elles sont 
par consequent de natures tres variees. 
4.3.2.2 La determination des possibilites d'occurrence des aleas et 
des consequences potentielles 
L'objectif de ces deux actions qui se font simultanement, est d'identifier les 
caracteristiques et V importance d'un risque a la suite de la combinaison alea et 
vulnerabilite du milieu. L 'identification des possibilites d'occurrence des aleas et de 
leurs consequences potentielles passe d'abord par I'etablissement d'une modelisation 
ou des scenarios visant a determiner ce qui pourrait se passer (MSPQ, 2007b) et a 
evaluer les probabilites que cela se produise. Une delimitation du territoire exposee a 
47 
chaque alea doit etre executee pour pouvoir prendre en compte tous les elements 
vulnerables du milieu et ainsi pouvoir identifier les consequences potentielles du risque. 
Le resultat de cette combinaison des possibilites d'occurrence et des consequences 
pourra s'exprimer de maniere qualitative, quantitative ou selon une combinaison des 
deux. (MSPQ, 2007b) 
4.3.2.3 L'estimation du niveau de risque 
L'estimation du niveau de risque est obtenue par la classification methodique des 
risques selon leur importance. Par exemple, une matrice peut etre creee a partir 
d'echelles qualitatives. D'un cote, il y a une gradation pour les possibilites d'occurrence 
des aleas et de l'autre, une gradation des consequences. Un classement est ainsi etabli 
pour chacun des risques. Le recours a une telle matrice est de nature a faciliter la 
determination des risques prioritaires par les divers acteurs engages dans le processus. 
(MSPQ, 2007b) Ce type de matrice permet d'identifier, en autre, qu'un risque ayant une 
faible possibilite d'occurrence peut etre considere comme important si celui genere des 
consequences inamissibles. Le tableau 4.1 est un exemple de matrice pour la 
classification des risques en vue de 1'evaluation des risques. 
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NIVEAU DE RISQUE 
(X) : Risque extreme (E): Risque eleve (M): Risque modere (F): Risque faible 
4.3.3. L'evaluation des risques 
Une fois que le niveau d'importance des risques est estime pour la collectivite ou 
pour F organisation, il faut evaluer ces risques retenus par rapport aux criteres 
devaluation des risques identifies lors de l'etablissement du contexte (etape intitulee : la 
determination des criteres devaluation des risques). Cette comparaison est necessaire 
pour identifier si les risques sont bien geres ou si ceux-ci requierent que des mesures 
soient mises en place en vue de le rendre acceptable. Une fois que les risques qui 
necessitent l'implantation de nouvelles mesures sont identifies, il faut etablir une priorite 
de traitement. Pour etablir le degre de priorite des risques consideres, il faut tenir 
compte des criteres d 'evaluations fixes prealablement ainsi que du niveau de risque 
etabli a I 'etape de I 'analyse des risques. (MSPQ, 2007b) 
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Le processus de gestion de risque de sinistre comporte egalement trois autres axes 
comme il a ete mentionne en debut de chapitre. Les phases du traitement des risques, de 
la communication, de la consultation et le suivi et la revision ne seront pas defmies dans 
ce chapitre puisqu'elles ne sont pas abordees lors de la presentation de la methodologie 
axee sur l'analyse de la vulnerability 
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CHAPITRE 5 
METHODOLOGIE AXEE SUR VANALYSE DE LA 
VULNERABILITY 
5.1. Introduction 
La methodologie proposee par le ministere de la Securite publique est consideree 
comme fondement vers la constitution d'une methodologie axee vers l'analyse de la 
vulnerabilite. Ce que propose le ministere ne doit pas etre pris comme un guide precis. II 
vise plutot a decrire les conditions et les grandes etapes qui permettent d'assurer une 
gestion effwace des risques...L'application de ce cadre doit done etre souple. Son 
contenu peut ainsi necessiter des adaptations afin de s 'appliquer a chacun. (MSPQ, 
2007b) C'est pourquoi, l'utilisation de la methodologie de gestion des risques du 
MSPQ sera adaptee vers l'analyse de la vulnerabilite d'une MRC face aux ressources 
essentielles. 
Compte tenu du fait qu'une MRC peut etre envisagee comme fournisseur de 
ressources essentielles a une population. La methodologie qui sera presentee met 
l'accent sur une analyse de la vulnerabilite d'une MRC face aux ressources essentielles 
par rapport a differents enjeux etablis. 
Voici un resume des etapes de cette methodologie : 
L'etablissement du contexte : 
o Identification du systeme a 1'etude et caracterisation de son champ 
d'action 
51 
o Identification du contexte organisational et juridique 
o Identification de l'objectif d'etude et moyen pour y parvenir 
o Phase de connaissance 
o Creation de l'espace de cooperation 
o Etablissement des enjeux 
o Identification des criteres d'evaluation des risques 
- L'appreciation des risques : 
o Identification des risques : 
• Choix des ressources essentielles 
• Caracterisation des ressources essentielles fournies 
• Identification et caracterisation des aleas a considerer 
o L'analyse des risques : 
• Caracterisation de la vulnerability 
• Creation des courbes de consequence 
o L'evaluation des risques : 
• Lien entre la caracterisation des aleas, la caracterisation des 
ressources essentielles fournies et la caracterisation de la 
vulnerabilite. 
Cette methodologie sera egalement presentee a l'aide d'un exemple. II est a noter 
que les donnees sont fictives et que 1'exemple est uniquement porte sur la ressource 
essentielle « eau potable » et sur les enjeux « festival » et « sante publique ». De plus, la 
presentation des tableaux peut etre sujette a changer de forme pour une meilleure 
comprehension ou pour y integrer plus de renseignements. 
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5.2. Etablisscmcnt du contexte 
Tout d'abord, il faut preciser que cette etude se situe au niveau des schemas de 
securite civile. Cette methodologie proposee prend en compte l'hypothese que le MSPQ 
va demander aux municipality du Quebec d'evaluer leurs risques par rapport aux 
reseaux (infrastructures) essentiels. C'est pourquoi cette methodologie devaluation de 
la vulnerabilite porte sur les ressources essentielles. Cette methodologie propose done de 
montrer des outils possibles que le MSPQ pourra utiliser ulterieurement pour atteindre 
ses objectifs en matiere de gestion des risques. Les resultats des travaux qui seront 
presentes ne sont pas exhaustifs puisque Ton ne connait pas les reglements pour la 
creation des schemas de securite civile. 
5.2.1. Identification du systeme a l'etude et caracterisation de son 
champ d'action 
Avant d'amorcer cette analyse, il est primordial de connaitre le systeme qui est a 
l'etude. L'identification du systeme permet de circonscrire la portee de notre systeme, 
done son champ d'action. Ainsi, le champ d'action est caracterise en fonction du 
systeme qui est etudie. 
Dans notre cas, le systeme a l'etude est une MRC. Celle-ci a comme champ d'action 
toutes les municipalites qui la composent. Par consequent, le champ d'action d'une 
MRC est caracterise en fonction de la composition des municipalites qui s'y integrent. 
Ainsi, chaque municipality de la MRC doit etre caracterisee par rapport au nombre 
d'habitants, a la superficie qu'elle represente au sein de la MRC et par la representation 
en pourcentage de ses populations et de ses superficies vis-a-vis de la MRC. La 
caracterisation peut etre definie par d'autres parametres. Par exemple, un parametre 
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comme le groupe d'age de la population des municipalites peut etre integre a la 
demarche si cela est juge necessaire. 
Tableau 5.1 : caracterisation du champ (Taction d'une MRC 
MRC de : 
Nombre d' habitants 
Superficie 
% de la MRC en termes 
de population 
% de la MRC en termes 
de superficie 
Municipality 1 Municipality 2 Etc. 
Ces donnees pourront etre utilisees lors de l'etape de 1'identification des criteres de 
risques. 
5.2.2. Identification du contexte organisationnel et juridique 
Une fois notre systeme defini, il faut etablir le contexte organisationnel et juridique 
dans lequel s'inscrit notre demarche. Cette etape est identique a celle proposee par le 
MSPQ (voir le chapitre 4 a l'etape 1.2.1 : Identification du contexte interne et externe) 
dans le cadre de reference pour la gestion des risques. Ces contextes doivent etre 
identifies, car ils influenceront la demarche devaluation des risques. 
Par exemple, une MRC doit etre en mesure de definir la structure administrative 
pour la gestion des risques a laquelle elle doit s'integrer. Un des contextes juridiques 
sous lequel une MRC est regie est la Loi sur la securite civile du Quebec (L.R.Q., c. S-
2.3), car une MRC est subordonnee a celle-ci. 
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5.2.3. Identification de l'objectif d'etude et moyen pour y parvenir 
L'identification de l'objectif de la demarche est necessaire pour en circonscrire son 
etendue. Dans le cas present, l'objectif vise est revaluation de la vulnerabilite d'une 
MRC face aux ressources essentielles visant a etre integrees dans un schema de securite 
civile. 
Pour dormer suite a cela, il faut determiner le ou les moyens par lesquels la MRC 
veut evaluer sa vulnerabilite face aux ressources essentielles. Dans notre cas, une 
methodologie precise qui se base directement sur le cadre de reference pour la gestion 
des risques du MSP sera utilisee. Cette derniere met l'accent sur une approche par 
consequence, decrite au chapitre 3, appliquee a 1'evaluation des vulnerabilites. 
L'utilisation de cette methodologie s'explique par le fait qu'une MRC a pour 
fonction fondamentale de maintenir les ressources essentielles a sa communaute. C'est 
pourquoi 1'evaluation de la vulnerabilite d'une MRC portera sur la fourniture des 
ressources essentielles par rapport a des enjeux preetablis et des consequences 
inacceptables qui s'y rattachent. 
5.2.4. Phase de connaissance 
La phase de connaissance a pour objectif l'identification de l'etat general de la 
situation. Cette etape permet de rassembler toutes les connaissances deja acquises par la 
MRC par rapport a la securite civile. Cela se concretise par l'identification des mesures 
de protections existantes au sein de la MRC. Ainsi, il est necessaire, par exemple, de 
connaitre les plans de securite civile, les schemas de couverture de risques en securite 
incendie et les schemas d'amenagement de chaque municipalite qui compose la MRC et 
leurs etats d'avancement pour recolter toutes les informations pertinentes qui seront 
necessaires en vue de la creation du schema de securite civile. 
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Cette etape permet egalement une economie de temps de recherche, car cela pourrait 
eviter la recherche d'informations que la MRC possede deja pour la creation de son 
schema de securite civile. De plus, 1'identification du responsable des mesures 
d'urgence de chaque municipality est necessaire pour faciliter l'obtention d'information 
et pour la creation de l'espace de cooperation. 
5.2.5. Creation d'un espace de cooperation 
Pour faire suite a la phase de connaissance, il devient opportun d'etablir un espace 
de cooperation entre les differents intervenants qui participeront a 1'evaluation de la 
vulnerabilite d'une MRC face aux ressources essentielles. Cet espace de cooperation est 
necessaire pour faciliter la communication entre les differents intervenants et ainsi 
faciliter l'echange d'informations pour identifier les criteres devaluation des risques. 
On peut retrouver dans l'espace de cooperation : 
• Prefet de la MRC 
• Delegues/responsables des villes de la MRC 
• Delegues/responsables des arrondissements de la MRC. 
• Delegues/responsables de chaque enjeu identifie. (A identifier ulterieurement) 
• Delegues/responsables de chaque ressource essentielle identifiee. (A identifier 
ulterieurement). 
Ainsi que tout representant juge necessaire par ses competences a la creation du 
schema de securite civile. 
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5.2.6. Etablissement des enjeux 
Cette etape vise a identifier ce que la MRC veut proteger et/ou sauvegarder lors de 
1'evaluation de la vulnerability. Les enjeux se divisent en deux categories : les enjeux 
humains et les enjeux particuliers. 
Les enjeux humains font reference a la population d'une MRC et ceux-ci visent la 
sante publique, la securite des personnes et la sauvegarde des biens. Les enjeux 
particuliers sont d'ordre plus specifique a chaque MRC. lis concernent, en autres : les 
enjeux environnementaux (la biodiversite, le paysager, les pares nationaux, autres...), les 
activites touristiques particulieres (les sports de plein air, les festivals, autres...), le 
patrimoine (musees, statues, lieux de cultes, maisons et batiments patrimoniaux, 
autres...) et les interdependances entre les services essentiels. 
line liste d'enjeux les plus couramment rencontres au Quebec pourrait etre etablie, 
le tableau 5.2 represente un exemple d'une telle liste. Par consequent, la liste des enjeux 
de ce tableau n'est pas exhaustive et tout autre enjeu considere necessaire a integrer dans 
la demarche doit etre inclus. 
Pour faciliter 1'etablissement des enjeux a considerer, un tableau doit etre cree. 
Celui-ci doit comporter trois colonnes : 
• Une colonne enjeux; 
• Une colonne consideration; 
• Une colonne degre de priorisation. 
Pour identifier les enjeux a considerer pour la gestion des risques, ce tableau doit 
etre rempli de maniere a inscrire un crochet (V) dans la colonne consideration pour 
demontrer que cet enjeu sera considere lors la demarche. 
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Par la suite, une echelle de priorisation doit etre etablie pour hierarchiser les enjeux 
considered pour la demarche. Par exemple, une echelle de priorisation peut etre faite 
comme suit: 
1 : tres prioritaire 
2 : prioritaire 
3 : peu prioritaire 
Ainsi, un chiffre qui refere a 1'echelle de priorisation doit etre inscrit dans la colonne 
degre de priorisation du tableau. Cette priorisation doit etre executee, car les MRC 
n'ont pas toutes les memes priorites vis-a-vis des differents enjeux. De plus, il est 
essentiel que les enjeux selectionnes soient inclus dans le systeme etudie. Ce qui veut 
dire que si l'enjeu sante publique est considere, c'est la sante de la population de la 
MRC etudiee uniquement qui sera prise en compte. 
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Le tableau 5.2 est un exemple d'etablissement des enjeux a considerer. 













les services essentiels 
Autres 
Sante publique 
Securite des personnes 












Eglises (lieux de cultes 










A la suite de 1'identification des enjeux, il est possible que de nouveaux intervenants 
soient necessaires pour 1'identification des criteres. L'espace de cooperation doit 
toujours rester ouvert pour de nouveaux intervenants si cela s'averait necessaire. Par 
exemple, il est necessaire d'integrer dans l'espace de cooperation un 
delegue/responsable pour chaque enjeu identifie. 
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5.2.7. Identification des criteres devaluation des risques 
La vulnerabilite de la fourniture des ressources essentielles d'une MRC est evaluee 
en termes de consequences par rapport aux enjeux precis et priorises de l'etape 
precedente. II sera alors possible d'etablir des niveaux d'acceptability des risques lors 
de l'etape « evaluation des risques ». 
L'etablissement des criteres d'evaluation des risques se fait par l'identification de 
consequences inacceptables par rapport aux enjeux identifies pour l'analyse de risque. 
Une consequence inacceptable est un effet non desire sur un environnement (humain, 
technologique, socio-economique, biophysique, etc.) provoque par la defaillance d'un 
systeme. 
Tous les criteres considered doivent etre definis le plus precisement possible pour 
laisser place a moins d'interpretation possible. Un tableau doit etre complete en 
integrant les informations suivantes : 
• Une colonne enjeux qui identifie les enjeux selectionnes lors de l'etape 
precedente. 
• Une colonne consequences inacceptables qui identifie les criteres 
d'evaluation des risques pour la MRC par rapport aux enjeux selectionnes. 
Le tableau 5.3 est un exemple d'identification des criteres d'evaluation des risques 
par rapport aux enjeux selectionnes lors de l'exemple du tableau 5.2. 
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Contamination mineure affectant 
3 % de la population 
Contamination majeure causant la mort de 
1 % et plus de la population 
Aucun acces au site du festival 
Manque d'eau potable pour plus de 
2 heures 
5.3. Appreciation des risques 
L'etape de l'appreciation des risques comporte trois (3) sous etapes : 1'identification 
des risques, l'analyse des risques et revaluation des risques. 
5.3.1. Identification des risques 
Compte tenu du fait que notre systeme (la MRC) a pour fonction principale de 
maintenir les ressources essentielles a sa population, la vulnerability du systeme est 
analysee sous Tangle d'une degradation potentielle de la fourniture des ressources 
essentielles. Par consequent, il faut dans un premier temps, identifier les ressources 
essentielles fournies par la MRC qui seront considerees pour 1'evaluation. 
5.3.1.1. Choix des ressources essentielles 
Les ressources essentielles sont reparties dans plusieurs spheres. Le tableau 5.4 
dresse une liste de ressources essentielles recueillies, en autre, a partir de la liste des 
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infrastructures essentielles emises par le ministere de la Securite publique du Canada. 
(SPC, 2008) et de la liste des ressources essentielles que doivent maintenir le plus 
longtemps possible, les municipalites en cas de sinistre (MSPQ, 2008). II s'agit alors 
d'identifier les ressources essentielles qui seront prises en compte pour la demarche dans 
la colonne prevue a cet effet. 
Par la suite, il sera necessaire d'identifier sous quelle juridiction les ressources 
essentielles identifiees se retrouvent, afin de savoir si le systeme qui fourait la ressource 
essentielle est sous le controle de la MRC. II faut inscrire dans la colonne juridiction si 
la ressource essentielle est regie parune municipalite, une organisation privee, le 
gouvernement provincial et/ou federal ou par tout autre type de regisseur. II se peut que 
la juridiction soit mixte (privee/municipale, gouvernement federal/provincial, etc.) et 
dans ces cas, il faut egalement le mentionner. 
Finalement, il faut prioriser les ressources essentielles en vue de les evaluer. Une 
echelle peut etre faite comme celle effectuee lors de l'etablissement des enjeux. 
Une MRC peut choisir de traiter toutes les ressources essentielles ou seulement 
certaines. De plus, les ressources essentielles peuvent etre elucidees de maniere a 
preciser ce qui sera traite. Par exemple, la ressource essentielle energie peut 
correspondre a l'electricite, au gaz, au petrole, etc. 
II est a noter que la liste des ressources essentielles du tableau 5.4 n'est pas 
exhaustive, done toutes autres ressources jugees essentielles par une MRC peuvent s'y 
retrouver. 
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Consideration Juridiction Degre de 
priorisation 
Definir toute autre ressource qui pourrait etre considered comme essentielle pour la 
communaute 
Juridiction : Regionale (Reg) 
Municipale (Mun) 
Privee (Prv) 
Gouvernementale (identifier egalement s'il s'agit du gouvernement federal ou provincial) (Grv pro. ou Grv fed) 
Autres 
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Voici un exemple d'achevement de 1'identification des ressources essentielles. 
Tableau 5.5 : Exemple du choix des ressources essentielles 
Ressources 
essentielles 









5.3.1.2. Caracterisation des ressources essentielles fournies 
II s'agit d'identifier les batiments/infrastructures et les equipements cles necessaires 
a la fourniture des ressources essentielles identifiees au tableau 5.5 et les caracteriser 
dans un tableau. La caracterisation des infrastructures peut se faire : 
• par le nombre; 
• par la municipality ou elle se trouve; 
• par une localisation geographique; 
• par les zones d'alimentations de chaque ressource identifiee; 
• etc. 
Ces informations sont obtenues par les gestionnaires du systeme qui fournit la 
ressource essentielle. Par consequent, un gestionnaire de chaque ressource essentielle 
identifiee doit s'integrer a l'espace de cooperation pour faciliter la caracterisation. 
On definit la ressource essentielle dans un premier temps. Ensuite, on enumere tous 
les batiments/infrastructures et equipements cles necessaires a la fourniture de la 
ressource et leurs nombres dans la colonne prevue a cet effet. Une colonne precision est 
remplie s'il faut porter des precisions sur le nombre des infrastructures. Par exemple, si 
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un batiment est dedouble, il faut indiquer la difference entre les deux (voir tableau 5.6 
pour exemple). 
Pour donner suite a cela, il faut identifier par une colonne municipalite, la ou les 
municipalites ou se retrouvent les batiments/infrastructures et equipements cles. Si une 
infrastructure se retrouve dans toutes les municipalites de la MRC, il faut indiquer MRC. 
Une localisation geographique doit etre executee sur une carte prevue a cet effet. Ainsi, 
il faut indiquer dans une colonne la carte ou l'emplacement sur une carte ou se 
retrouvent les batiments/infrastructures et equipements cles. Cette localisation 
geographique facilitera, lors d'une etape future, a identifier quels aleas peuvent affecter 
les batiments/infrastructures et equipements cles des ressources essentielles 
selectionnees. 
Finalement, il faut determiner le pourcentage de la population de la MRC affectee 
par la mise hors service de ces batiments/infrastructures et equipements cles vis-a-vis de 
la fourniture de la ressource dans une colonne prevue a cet effet. II y a trois types de 
reponses possibles : 
• Le pourcentage de la population affectee; 
• Ne sait pas (?); 
• N'affecte pas la population (X) 
L'information « ne sait pas » est importante, car elle fait ressortir des points ou des 
informations qui devront etre trouves. 
Voici un exemple de caracterisation d'une ressource essentielle. L'exemple reprend 
la ressource « eau potable »identifiee au tableau 5.5 
65 












































Voir carte x 
Voir carte x 
Voir carte x 
Voir carte x 
Voir carte x 
Voir carte x 









Le pourcentage de la population affectee (%) 
Ne sait pas (?) 
N'affecte pas la population (X) 
5.3.1.3. Identification et caracterisation des aleas a considerer 
Pour faciliter 1'identification des aleas pouvant affecter la MRC, il faut considerer 
les caracteristiques physiques, naturelles, humaines, sociales et economiques presentes 
sur le territoire. Les informations recoltees lors de l'etape de la phase de connaissance, 
comme les plans de securite civile, les schemas de couverture de risques en securite 
incendie et les schemas d'amenagement, permettront de d6gager certains aleas a prendre 
en consideration. 
De plus, pour aider a la prise en compte de certains aleas, il faut identifier 
l'historique des aleas qui ont affecte la MRC et analyser leurs evolutions possibles. 
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(Exemple : inondation recurrente qui affecte de plus en plus un territoire). II faut 
egalement prendre en consideration les aleas externes a la zone d'etude qui peuvent 
affecter la MRC. Par exemple, un bris d'un barrage a proximite de votre MRC. L'alea 
est a Pexterieur de la MRC, mais votre MRC peut en subir les consequences. 
Le tableau 5.7 dresse une liste d'aleas pouvant affecter un territoire. Cette liste 
provient d'un document du MSPQ (2008c). Pour remplir ce tableau, il suffit de cocher 
(y) dans la colonne consideration tous les aleas qui seront envisages pour la suite de la 
demarche. 
Ensuite, il faut caracteriser chaque alea considere. II se peut que certains aleas 
doivent etre precises. Par exemple, si l'alea accident industriel est selectionne, il faut 
specifier la nature de l'accident industriel et tous les types d'accident industriel qui 
seront pris en compte. Cela va permettre une caracterisation plus precise de l'alea. La 
caracterisation des aleas peut se faire par : 
• Le (ou les) rayon d'impact (l'intensite de l'alea); 
• la duree de 1'impact; 
• le moment ou l'alea est susceptible de survenir (hiver/ete, jour/nuit, etc.); 
• autres 
Une fois la caracterisation effectuee, celle-ci doit etre representee sur une carte afin 
de pouvoir identifier « qui » ou « quoi » sera affecte par sa presence. Cette localisation 
geographique des aleas doit etre inscrite dans la case prevue a cet effet dans le tableau 
5.7. De plus, cette carte doit demontrer la difference de caracterisation entre les 
differents aleas de meme nature. Par exemple, si trois aleas industriels sont considered, 
la localisation geographique de leurs caracterisations doit demontrer la difference entre 
les trois. 
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Feu de broussailles 
Feu de foret 
Fonte du pergelisol 










Tornade et vent 
violent 
Aleas geologiques 




















Accident de transport 
Accident industriel 




Chute de debris 
spatiaux 
Effondrement de 
structure ou de 
batiment 

















Contamination du sol 
Deforestation 
Desertification 
Hausse du niveau de la 
mer 





Une colonne intitulee « probabilite d'occurrence » peut etre incluse dans ce tableau 
pour utiliser la probabilite d'occurrence d'un alea lors de revaluation des risques. Cette 
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colonne ne se retrouve pas dans le tableau presente, car l'approche par consequence, qui 
est utilisee pour la demarche de ce travail, ne prend pas en consideration les probabilites 
d'occurrence. 
Voici un exemple d'achevement d'un tableau sur 1'identification des aleas a 
considerer 
























Voir carte X 
Exemple de specification sur les aleas : 
• L'alea industriel selectionne lors de l'exemple correspond a un deversement d'un 
produit chimique X. 
5.3.2. L'analyse des risques 
L'etape de l'analyse des risques a pour objectif de mettre en place un lien qui fait 
ressortir comment la degradation des ressources essentielles peut affecter des enjeux. 
Ainsi, pour chaque ressource essentielle identifiee pour l'analyse, il faut etablir 
comment les enjeux selectionnes sont affectes par la degradation de cette ressource 
essentielle. Au final, ceci permettra de degager la vulnerabilite des enjeux vis-a-vis des 
ressources essentielles. 
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5.3.2.1. Caractcrisation de la vulnerability 
Comme il a ete mentionne auparavant, une ressource est caracterisee en termes de 
performances specifiers (en termes d'etat). II y a trois zones (etats de la ressource) qui 
peuvent etre definies : normal, degrade et hors service. Ces zones peuvent etre divisees 
en sous zone si necessaire. Done, les seuils de degradation d'une ressource (changement 
d'etat) doivent etre identifies selon des parametres etablis par les utilisateurs de la 
ressource. Ainsi, la fourniture d'une ressource se fait de facon normale lorsque les 
parametres etablis par les utilisateurs sont respectes. La fourniture est degradee 
lorsqu'un ou plusieurs parametres ne sont pas respectes, done non-respect des seuils 
fixes par les utilisateurs. Finalement, lorsque les utilisateurs de la ressource ne recoivent 
plus la ressource ou que celle-ci est jugee inutilisable pour les utilisateurs, cette 
ressource se retrouve dans l'etat hors service. 
Pour caracteriser les ressources essentielles selectionnees, il faut d'abord identifier 
les utilisateurs de ces ressources. Les enjeux pris en compte pour la demarche jouent le 
role de ces utilisateurs. Par consequent, il faut etablir les modes de degradation de toutes 
les ressources essentielles identifiees qui peuvent affecter un enjeu. Pour remplir le 
tableau 5.9, on identifie dans la colonne Ressource, les ressources essentielles identifiees 
et ensuite, il faut etablir ces modes de degradations vis-a-vis d'un enjeu selectionne 
precedemment. 
Tableau 5.9 : Caracterisation de la fourniture d'une ressource envers un enjeu 
Ressource 





Parametre de fourniture 
hors service 
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Si on reprend les exemples des tableaux 5.2 et 5.5. L'enjeu sante publique et festival 
ont ete selectionnes et la ressource eau potable egalement. II faut done etablir les modes 
de degradation (defaillance) de la ressource eau potable vis-a-vis de ces enjeux. Ce qui 
veut dire que la ressource essentielle eau potable doit etre caracterisee en fonction de 
son utilisation pour la sante publique et pour le festival. 














Parametre de fourniture 
hors service 
Presence d'arsenic 
superieur a 0.035mg/L 
A la suite de cette caracterisation, les intervenants de la demarche doivent identifier, 
pour un enjeu precis, des etats de veille et d'alerte vis-a-vis des ressources essentielles 
identifiees prealablement. L'etat de veille peut etre represente par la duree (en heure 
et/ou en journee) de degradation minimale de la ressource et l'etat d'alerte peut etre 
represente par la duree (en heure et/ou en journee) de degradation maximale de la 
ressource. II est a noter que d'autres criteres (autre que temps de degradation) peuvent 
pris en compte si juges necessaires. Ces donnees sont ensuite reportees dans le tableau 
5.11 vis-a-vis de la ressource erudiee et les colonnes veille et alerte. La connaissance de 
ces delais va permettre une meilleure gestion pour intervenir avant que des 
consequences se produisent. 
Par la suite, il faudra etablir les conditions regionales de degradation de la ressource 
essentielle. Ces conditions regionales ont pour objectif d'identifier « qui » ou « quoi » 
sera affecte par les durees de degradation. Ces conditions regionales peuvent etre 
etablies selon la municipalite, selon le pourcentage du territoire touche ou selon le 
71 
pourcentage de la population affectee par la degradation de la ressource. D'autres 
conditions regionales peuvent etre prises en compte. Ces donnees sont ensuite reportees 
dans le tableau 5.11 vis-a-vis de la ressource etudiee et les colonnes : condition 
regionale. 






Duree de degradation min. 
(Heures et/ou journees) 
le 
Condition regionale : 
Alette 
Duree de degradation max. 
(Heures et/ou journee) 
Condition regionale : 
Voici un exemple de caracterisation de la vulnerabilite des enjeux par rapport a une 
ressource essentielle. Les enjeux pris en compte sont encore une fois la sante publique et 
le festival et la ressource essentielle est l'eau potable. On remarque que les conditions 
regionales sont representees par le pourcentage de la population touchee de la MRC 
Tableau 5.12 : Exemple de caracterisation de la vulnerabilite de la sante publique 





Enjeux : Sante publique 
Etat 
Veil 
Duree de degradation min. 




(% de la pop. touchee) 
0 - 1 0 % d e l a 
population de la 
MRC 
Alerte 
Duree de degradation max. 
(Heures et/ou journee) 
24-72hrs 
Condition regionale 
(% de la pop touchee) 
10-30 %de la 
population de la 
MRC 
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On remarque que pour l'enjeu festival, l'etat de veille est pour la duree totale du 
festival. 
Tableau 5.13 : Exemple de caracterisation de la vulnerability d'un festival vis-a-vis 








Duree totale du festival 
Alerte 
Arret de la fourniture 
(heures) 
0-2hrs pour la zone du 
festival 
Condition regionale 




5.3.2.2. Creation des courbes de consequence 
Les informations obtenues lors des exemples de caracterisation de la vulnerability de 
la fourniture de l'eau potable vis-a-vis des enjeux sante publique et festival permettent 
de creer des courbes de consequences. Les consequences identifiees sont exprimees par 
la duree de la defaillance de la ressource et du pourcentage de la population affectee par 
la degradation de la ressource dans les tableaux 5.12 et 5.13. Ainsi, pour realiser les 
courbes de consequences, les gestionnaires...sont amenes a reflechir sur les effets de 
I'utilisation d'une ressource degradee sur leur capacite a continuer de realiser lew 
mission. (Robert, 2006). Done, les courbes de consequences doivent etre mises en 
relation avec les criteres d'evaluations des risques. Les criteres de risques identifies 
doivent etre representes dans les courbes de consequences. 
Voici deux exemples de courbes de consequence creees a partir des tableaux 5.12 et 
5.13 et mises en relation avec les criteres de risques identifies au tableau 5.3. Pour creer 
73 
ces courbes, un axe doit representer les durees de degradation de la ressource et l'autre 
axe, le pourcentage de la population affectee. Ensuite, il faut integrer les donnees 
recueillies dans les tableaux 5.12 et 5.13 sur les axes. A la suite de cela, il est possible de 
creer des zones de veille, d'alerte et d'intervention sur la courbe. Finalement, il faut 
identifier sur la courbe ou se situent les consequences inacceptables (critere de risque) 
identifiees prealablement. 
Duree de 
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1 
Correspond a une contamination 
mineure de 3 % de la population 
(critere de risque) 
% de la 
population affectee 
1 
Correspond a une contamination 
majeure de 1 % de la population 
et causant quelques deces. 
(critere de risque) 
Legende de l'etat de preparation : 
Jaune : Veille 
Orange : Alerte 
Rouge : Intervention 
Figure 5.1 : Etat de preparation selon la duree de degradation de la ressource « eau 
potable » et selon le pourcentage de la population affectee vis-a-vis de Penjeu sante 
publique 
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Duree d'arret (hr) 
Manque d'eau potable pour plus de deux heures 
(Critere de risque) 
Legende de l'etat de preparation : 
Orange : Alerte 
Rouge : Intervention 
Figure 5.2 : Etat de preparation selon la duree de degradation de la fourniture 
« eau potable » et le pourcentage de la population affectee vis-a-vis de l'enjeu 
festival 
5.3.3. L'evaluation des risques 
Puisque le risque equivaut a la combinaison aleas-vulnerabilites-consequences et 
que ces parametres du risque ont ete caracterises, il est desormais possible d'evaluer les 
risques. L'evaluation des risques se fait par l'analyse de liens pour evaluer si les criteres 
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des risques sont atteints. Done, il y a presence d'un risque si un lien entre un alea et la 
vulnerabilite engendre une consequence inacceptable. 
Voici le lien possible pour evaluer les risques : 
- Lien entre la caracterisation des aleas, la caracterisation des ressources 
essentielles fournies et la caracterisation de la vulnerabilite 
5.3.3.1. Lien entre la caracterisation des aleas, la caracterisation des 
ressources essentielles fournies et la caracterisation de la 
vulnerabilite 
Pour identifier les aleas qui affectent la fourniture des ressources essentielles, il faut 
d'abord evaluer si les aleas affectent les batiments et/ou infrastructures et equipements 
cles des ressources essentielles. 
Le tableau 5.14 s'effectue en utilisant les donnees recueillies precedemment. Dans 
les colonnes aleas, il faut inscrire tous les aleas identifies par 1'analyse et dans la 
colonne ressources essentielles, il faut inscrire les donnees identifies lors de la 
caracterisation de la ressource essentielle. Ensuite, il faut identifier quels batiments et/ou 
infrastructures et equipements cles qui vont etre affectes par 1'apparition des aleas. Si 
l'alea affecte une composante, il faut inscrire « oui » devant la composante affectee par 
l'alea. 
Tableau 5.14 : Lien entre les aleas et les batiments et/ou infrastructures et 








Aleas identifies au tableau X 
Aleal Alea 2 Etc. 
76 
Par la suite, il faut caracteriser les repercussions des aleas sur les composantes de la 
ressource essentielle. Done, il faut identifier ce qui se produit sur la composante lorsque 
l'alea l'affecte. Par exemple, le tableau 5.15 demontre que l'alea industriel (deversement 
d'un produit chimique X) affecte le reservoir A necessaire a la fourniture de la ressource 
eau potable. Ce produit chimique va par consequent affecter la qualite de l'eau pour un 
certain temps. Done, il faut identifier des parametres de degradation (qualite et quantite 
par exemple) de la ressource eau potable du reservoir A. 
Tableau 5.15 : Exemple de lien entre les aleas et les batiments et/ou infrastructures 







et equipements cles 
identifies au tableau 5.7 
Prise d'eau 









les au tableau 5.8 






L'objectif de cela, est de demontrer un lien entre l'apparition d'un alea et la 
degradation de la ressource eau potable. Une fois ce lien execute, il faut evaluer si la 
degradation de la ressource essentielle va engendrer une consequence inacceptable 
(critere de risque) identified sur les courbes de consequence. Ainsi, en utilisant les 
courbes de consequence creees et le tableau sur la caracterisation de la ressource 
77 
essentielle fournie, il est desormais possible d'identifier si nous sommes en presence 
d'un risque. 
Si on reprend les exemples mentionnes a la figure 5.1, au tableau 5.6 et au tableau 
5.15. On sait que l'alea industriel, qui est un deversement d'un produit chimique X, va 
affecter le reservoir A necessaire a la fourniture de l'eau potable. Le tableau 5.6 
demontre que le reservoir A affecte 40 % de la population de la MRC pour la fourniture 
de l'eau potable. Done, il faut evaluer si le deversement du produit chimique va 
occasionner une consequence inacceptable identified sur la courbe des consequences 
(figure 5.1). Si oui, il est possible d'affirmer qu'il y a presence d'un risque. Ce lien est 
represents par la figure 5.3 ci-dessous. 
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5.3.3.2 Les parametres principaux de la vulnerability 











Mode de defaillance 
Fourniture degradee : 
presence d'arsenic entre 
0.026 et 0.035mg/L 
Fourniture hors service : 
presence d'arsenic 










3% de la pop. de la 
MRC 
Contamination 
majeure causant la 
mort de 1 % de la 
pop. de la MRC 
Ce tableau a servi a identifier les principaux parametres de la vulnerabilite trouves 
lors de 1'evaluation. Dans la colonne Ressource, nous retrouvons la ressource essentielle 
qui a ete evaluee lors du processus. La colonne Etat du reseau fournisseur fait reference 
aux donnees fournies par les autorites responsables de ce reseau qui sont necessaires a la 
caracterisation du reseau (l'etat du systeme). De plus, ces donnees identifient les 
composantes vulnerables du reseau et elles sont le resultat de l'analyse de la 
vulnerabilite du reseau effectuee par les gestionnaires responsables du reseau. 
La colonne Mode de defaillance fait ressortir les parametres de fourniture degradee 
et hors service de la ressource qui ont ete identifies lors de 1'evaluation. Ces parametres 
sont le resultat de la caracterisation, en termes de performances specifiques, de la 
fourniture de la ressource. Etant donne que ces parametres sont etablis par les 
utilisateurs de la ressource, ils identifient le moment ou l'etat de la fourniture de la 
ressource ne repond plus aux differentes exigences des utilisateurs. 
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La colonne Duree represente le temps de degradation minimum et maximum de la 
fourniture de la ressource. Ces degradations sont representees par des etats de veille et 
d'alerte prealablement identifies. Ces etats font reference a des mesures d'urgence 
utilisees lors des plans d'intervention. Ces etats sont etablis selon les parametres de 
fourniture degradee et hors service de la ressource identifiee dans la colonne precedente. 
Ainsi, les differents parametres de la vulnerabilite sont: l'etat des composantes 
vulnerables du reseau qui fournissent la ressource, les modes de defaillance de la 
fourniture de la ressource et la duree des differents modes de defaillance de la ressource. 
La colonne Consequences (enjeux etudies) fait reference aux consequences 
inacceptables qui ont ete identifiees au debut de l'analyse, vis-a-vis les differents enjeux. 
Cette colonne fait done ressortir les consequences possibles sur tous les enjeux identifies 
lors de l'etablissement du contexte. 
Les resultats obtenus dans ce tableau synthese de 1'evaluation de la vulnerabilite 
d'une MRC face a la fourniture d'une ressource essentielle demontrent que l'utilisation 
de l'approche par consequence peut etre utilisee pour evaluer ce type de vulnerabilite. 
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CHAPITRE 6 
ANALYSE ET DISCUSSION 
La methodologie developpee dans ce travail propose un processus qui est 
comprehensible et tres proche des preoccupations des populations. Surtout, il oblige une 
participation active de tous les intervenants du milieu. Les travaux des villes de 
Montreal et de Quebec ont clairement demontre que cette collaboration est un gage de 
succes. En effet, l'approche par consequence a ete appliquee a ces deux villes pour 
evaluer les interdependances des reseaux de support a la vie. Cette approche par 
consequence a permis de creer des courbes qui permettent aux gestionnaires des 
infrastructures essentielles d'anticiper les effets domino potentiels, de hierarchiser les 
interdependances en fonction de criteres precis et d 'evaluer la tolerance des reseaux 
face a la defalliance d'une ressource utilisee (Robert et Morabito, 2008). Les resultats 
obtenus par l'utilisation de l'approche par consequence ouvrent la porte aux MRC qui 
desirent evaluer les effets domino presents sur leur territoire. 
Cette methodologie qui est simple d'utilisation va permettre aux gestionnaires de 
risque d'une MRC d'evaluer la vulnerabilite de leur MRC relativement aux ressources 
essentielles. De plus, le mode operationnel de la methodologie la rend claire lors de son 
application. Ainsi, toutes les informations et les donnees jugees necessaires par le 
gestionnaire de risques sont prises en compte pour 1'evaluation de la vulnerabilite d'une 
MRC face aux ressources essentielles. 
La liste des enjeux presentes dans cette methodologie permet a une MRC de 
proteger et/ou sauvegarder des enjeux qu'elle considere comme primordiaux. Cette 
methodologie est adaptable a chaque MRC du Quebec. En effet, elles peuvent avoir les 
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memes enjeux a proteger, mais le degre de priorisation peut varier. Done, cette 
methodologie peut repondre aux differents besoins de chaque MRC. 
La caracterisation de la vulnerabilite des ressources essentielles fournies permet 
1'identification de phase de veille et d'alerte pour les responsables en mesure d'urgence 
des municipalites. Ainsi, les informations obtenues sur la vulnerabilite d'une face a la 
fourniture d'une ressource essentielle peuvent etre integrees dans l'elaboration d'un plan 
d'intervention. De plus, les informations obtenues sur 1'identification et sur la 
caracterisation des aleas peuvent etre utilisees pour la creation des plans d'urgence des 
municipalites qui composent la MRC. 
Certaines informations obtenues lors de cette evaluation peuvent etre utilisees lors 
de la creation ou d'achevement des plans d'amenagement du territoire des municipalites. 
Par exemple, 1'application de la methodologie permet d'identifier des 
batiments/infrastructures et des equipements cles necessaires pour la fourniture de 
ressources essentielles a la population. Dans cette optique, les plans d'amenagement 
peuvent prendre en compte 1'emplacement de ces infrastructures et ainsi reduire leurs 
vulnerabilites face a de futurs aleas. Par exemple, si on considere qu'une prise d'eau est 
necessaire pour la fourniture de l'eau potable, le plan d'amenagement peut refuser la 
construction de tout type d'industrie chimique a proximite de cette infrastructure. Ainsi, 
on elimine la presence d'un risque de deversement d'un produit chimique dans la prise 
d'eau. 
L'etape de l'etablissement du contexte doit etre considered comme un point majeur 
lors du processus d'evaluation de la vulnerabilite d'une MRC face aux ressources 
essentielles puisqu'elle sert de base a tout le processus. En effet, cette etape vise a 
circonscrire toute l'etendue du projet et a definir clairement les objectifs que Ton veut 
atteindre. Par exemple, si 1'identification des consequences inacceptables pour une MRC 
lors de l'etablissement du contexte n'est pas definie adequatement, e'est toute 
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revaluation de la vulnerability de la MRC face aux ressources essentielles qui sera 
biaisee. 
Cette methodologie fait ressortir egalement 1'importance pour les pouvoirs 
municipaux d'integrer les ressources essentielles dans leurs gestions des risques 
puisqu'ils sont responsables de leurs fournitures. Ainsi, cette methodologie propose 
done une ouverture vers la prise en compte de la vulnerability des municipalites envers 
la fourniture des ressources essentielles. Par consequent, la caracterisation de la 
vulnerability doit etre interpreted comme le cceur du processus. 
Le fait de caracteriser la MRC comme etant un systeme permet a cette methodologie 
de s'adapter a differents systemes. En effet, puisque le systeme se definit comme un 
ensemble coherent d'elements (ou de processus) lies par des objectifs, des 
responsabilites ou des missions communs et fixes, cette methodologie peut etre utilisee 
pour evaluer la vulnerabilite de tout type de systeme. Par exemple, une municipality, une 
organisation ou une industrie ayant des missions peut evaluer sa vulnerabilite vis-a-vis 
de sa mission en utilisant cette methodologie. 
Certaines actions n'ont pas etc prises en compte lors de cette methodologie et celles-
ci pourraient etre faites en parallele de ce travail. En effet, revaluation de l'etat du 
systeme n'est pas comprise dans ce travail et cela permettrait une plus grande 
connaissance par rapport a la vulnerabilite du systeme face aux ressources essentielles. 
De plus, 1'evaluation de l'etat du systeme permettra de faire ressortir les mesures de 
protection existantes au sein du systeme. Ces mesures de protection existantes pourront 
par la suite etre mises en relation avec les resultats obtenus et identifies si elles 
modifient les attributs vulnerables du systeme. L'evaluation du systeme a ete identified 
comme un travail necessaire a faire lors de 1'evaluation de la vulnerabilite, mais elle n'a 
pas ete completee dans ce travail, car il a ete pris pour acquis que cette evaluation etait 
du ressort des municipalites et non des MRC. 
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L'evaluation de la vulnerabilite d'une MRC face aux ressources essentielles par 
rapport a des consequences inacceptables a demontre une limite d'application. En effet, 
la methodologie ne prend pas en consideration le fait que la combinaison de deux 
ressources essentielles fournies de manieres degradees pourrait engendrer une 
consequence inacceptable pour la MRC. 
La methodologie presentee dans ce travail peut-etre utilisee en parallele des autres 
activites de gestion des risques puisqu'elle s'inscrit dans le cadre de reference pour la 
gestion des risques emis par le MSPQ. De plus, elle permet de renforcer la protection de 




Ce memoire a demontre qu'il est possible de developper une methodologie 
devaluation de la vulnerabilite d'une MRC face aux ressources essentielles basee sur le 
cadre de reference pour la gestion des risques du MSPQ. 
Les nombreuses definitions du risque presentees dans ce travail demontrent que 
chaque domaine d'application peut composer avec une definition du risque differente. 
Le gestionnaire responsable de l'analyse de risque doit avoir en tete l'objectif recherche 
par son analyse pour ensuite utiliser la definition du risque qui convient le mieux a son 
domaine. 
La caracterisation du systeme est une etape necessaire pour connaitre les ressources 
(les missions) fournies par le systeme. De plus, cette caracterisation permet d'identifier 
les entites internes et externes necessaires au systeme pour remplir ses missions. Ces 
entites sont necessaires au systeme, car elles lui fournissent des ressources pour ses 
missions. Ces ressources peuvent etre des infrastructures, des equipements, de l'energie, 
de rinformation ou des donnees, de nature financiere et humaine. Ainsi, un systeme 
peut etre caracterise sous les angles de ressource fournie et de ressource utilisee. 
Les ressources fournies (les missions) par un systeme peuvent etre caracterisees pour 
en evaluer leurs vulnerabilites. La vulnerabilite, dans ce cas, correspond a une 
evaluation des seuils de defaillance des missions et done de la degradation de la 
ressource qui est fournie. La ressource fournie est caracterisee en termes de 
performances specifiers, done en termes d'etats. L'etat peut etre de l'ordre quantitatif ou 
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qualitatif. Generalement, il y a trois types d'etats de fourniture de la ressource, soit: 
normal, degrade et hors service. L'etablissement de ces trois etats doit se faire selon les 
besoins des utilisateurs de la ressource, car ce sont eux qui subissent les consequences 
de la degradation de la fourniture de la ressource. Selon les besoins des utilisateurs, il est 
possible d'etablir les seuils de degradation de la ressource. Ces seuils de defaillance 
correspondent a un changement d'etat de la fourniture de la ressource. Done, il y a un 
seuil de defaillance lorsque la fourniture de la ressource passe de l'etat normal a degrade 
et lorsque la fourniture passe de l'etat degrade a hors-service. 
L'etape de l'etablissement du contexte presente dans cette methodologie sert 
d'orientation a tout le processus devaluation de la vulnerabilite. La phase de 
l'etablissement des enjeux permet d'identifier ce que le systeme (la MRC) veut proteger 
et/ou sauvegarder lors de 1'evaluation de la vulnerabilite. Ces enjeux peuvent se diviser 
en deux grandes categories : les enjeux humains qui font reference directement a la 
population et les enjeux particuliers qui peuvent etre de l'ordre environnemental, 
touristique, patrimonial, etc. Ensuite, l'etape des criteres d'evaluations des risques vise a 
determiner les consequences inacceptables par rapport a ces enjeux. Une consequence 
inacceptable est un effet non desire sur un enjeu provoque par la defaillance de la 
fourniture d'une ressource (defaillance d'une mission). Ainsi, la vulnerabilite de la 
fourniture des ressources essentielles d'une MRC est evaluee en termes de consequences 
par rapport a des enjeux identifies. 
Etant donne qu'une MRC a comme fonction de maintenir les ressources essentielles 
a la population de son territoire, elle se doit d'identifier les ressources essentielles 
qu'elle desire evaluer. La MRC doit par la suite identifier sous quelle juridiction se 
retrouvent les ressources afin de connaitre si le systeme qui fournit la ressource se 
retrouve sous sa juridiction ou s'il est sous une autre juridiction (gouvernementale, 
privee, etc.). Cette identification permet d'identifier a quelle autorite la MRC va devoir 
s'adresser pour demander une analyse de l'etat du systeme qui fournit la ressource. Cette 
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analyse demandee va permettre d'identifier les composantes vulnerables du systeme 
fournisseur de la ressource et ainsi les utiliser lors de 1'evaluation de la vulnerabilite de 
la fourniture de la ressource. 
Une fois que la MRC a identifie les ressources essentielles qu'elle veut evaluer, la 
caracterisation de la ressource essentielle permet d'identifier les 
batiments/infrastructures et les equipements cles necessaires a la fourniture de la 
ressource. La MRC peut utiliser les donnees fournies par l'analyse de l'etat du systeme 
si les autorites qui ont effectue l'analyse accordent leur approbation. Ces infrastructures 
doivent etre repertoriees sur une carte afin d'identifier, ulterieurement lors de la 
methodologie, les aleas qui vont affecter ces infrastructures. De plus, il est necessaire de 
savoir le pourcentage de la population qui sera affectee (qui ne recevra plus la ressource) 
par la mise hors service de ces infrastructures. Cela permet de connaitre une 
consequence que peut engendrer la perte d'une infrastructure cle sur la population. 
Comme il a ete mentionne, les composantes cles pour la fourniture d'une ressource 
essentielle peuvent etre affectees par un alea. II devient alors opportun de definir les 
aleas qui peuvent se retrouver sur le territoire de la MRC. Une fois 1'identification 
completee, il faut caracteriser les aleas. Cette caracterisation se fait par 1'identification 
du rayon d'impact de l'alea, de son intensite, de sa duree, du moment ou l'alea est 
susceptible de survenir, etc. Ensuite, la caracterisation de l'alea doit etre reproduite sur 
une carte afin d'identifier les infrastructures necessaires a la fourniture d'une ressource 
essentielle qui seront affectees par l'alea. 
Par la suite, il faut caracteriser la vulnerabilite de la fourniture de la ressource 
essentielle. Comme il a ete mentionne auparavant, une ressource est caracterisee en 
termes de performances specifiees (en termes d'etats). II faut par consequent definir les 
parametres (normal, degrade et hors service) de fourniture de la ressource essentielle. A 
la suite de cette caracterisation, il faut identifier, pour un enjeu precis, des phases de 
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veille et d'alerte vis-a-vis de la ressource essentielle. Ces phases correspondent a la 
duree (minimum et maximum) de la degradation de la fourniture de la ressource. La 
connaissance de ces delais va permettre une meilleure gestion pour intervenir avant que 
des consequences se produisent. 
L'evaluation de la vulnerabilite d'une MRC face a la fourniture de ressources 
essentielles se fait en partie par revaluation des liens entre les consequences 
inacceptables, la caracterisation de la ressource essentielle et de sa vulnerabilite et par 
les aleas qui affectent le systeme (la MRC). Une fois revaluation completee, certaines 
mesures peuvent etre implantees pour reduire la vulnerabilite de la fourniture de la 
ressource. Ces mesures devront etre identifiees et gerees lors de l'etape du traitement 
des risques. Cette etape est presentee dans le cadre de reference pour la gestion des 
risques de sinistres du MSPQ. 
Les resultats obtenus lors de ce memoire demontrent que l'approche par 
consequence du CRP peut etre appliquee a revaluation de la vulnerabilite des MRC face 
aux ressources essentielles. Tant et aussi longtemps que les reglements pour la creation 
des schemas ne seront pas connus, il ne sera pas possible d'evaluer si ces resultats 
peuvent etre integres dans un schema de securite civile. 
Dans le meme ordre d'idee, une fois les reglements connus, il est possible que cette 
methodologie developpee puisse etre integree dans la creation des schemas de securite 
civile. En effet, les resultats obtenus par cette methodologie permettent une ouverture 
vers les plans d'urgence puisque les municipalites doivent egalement integrer les 
ressources essentielles a leurs plans. 
Finalement, cette methodologie d'evaluation de la vulnerabilite d'une MRC face aux 
ressources essentielles qu'elle fournit ouvre la porte vers un autre type devaluation de 
la vulnerabilite. En effet, comme il a ete mentionne auparavant lors ce travail, un 
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systeme (une MRC) a besoin de ressources pour remplir ses missions. II devient alors 
opportun d'evaluer la vulnerabilite d'une MRC par rapport aux ressources qu'elle utilise 
pour repondre adequatement a ses obligations. 
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