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RESUMO 
Risco Operacional e o risco de perdas diretas ou indiretas, devido a uma 
inadequa<;ao ou a uma falha atribufvel aos procedimentos, as pessoas, aos sistemas 
informaticos ou a eventos externos. Concerne portanto toda a vida das institui<;6es 
financeiras e vai muito alem do risco das opera<;6es. Sua defini<;ao e baseada sobre as 
causas das perdas, sejam de origem interna ou externa e que podem ser classificadas 
em 4 tipos: Processes, fator humano, sistemas e fatores externos. 
Dentre os principais riscos envolvendo os processes destacamos a falta de 
controle e monitoramento nos resultados obtidos. Quanta ao fator humano destacamos 
o excesso de autonomia dado a um funcionario, sem que haja uma auditoria. Com 
rela<;ao a sistemas podemos encontrar falta de documenta<;ao e pianos de contingencia 
desatualizados ou nao existentes. Referindo-se aos fatores externos mencionamos a 
falta de seguros do imobilizado, e o plano de continuidade de neg6cios. 
Alem dos aspectos regulamentares, a gestao de risco operacional permite 
conhecer os riscos (definir os Indices dos riscos chaves e agir para diminuir os fatores 
de risco, diminuindo assim as perdas), Criar uma cultura de controle (analisando a 
performance (rentabilidade I risco) das atividades) e proteger o patrim6nio liquido 
(atraves de uma analise quantitativa e qualitativa dos riscos. 
Palavras - Chave: Risco, processes, fator humano, sistemas e fatores externos 
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1 INTRODU<;AO 
Fica evidenciado, diante de um cenario de riscos elevados, que a 
probabilidade de os bancos virem a sofrer prejulzos em grande escala e serem 
obrigados a sair do setor bancario e bastante alta. Na busca de evitar essas 
perdas, os bancos procuram assegurar que o risco assumido por eles e 
informado e prudente. E o controle desta "atividade" que constitui o neg6cio da 
gestao de risco. Para controlar o risco, a primeira fun<;ao dos gestores de risco e 
assegurar que o total de risco assumido e comparavel a capacidade que o 
banco tern de absorver perdas potenciais em caso das operac;6es nao obterem 
sucesso. 
No caso de lnstituic;6es financeiras e correlatas, os riscos sao comumente 
decompostos em riscos de mercado, riscos de credito e risco operacional. 
De acordo com as definic;6es adotadas no Acordo de Basileia II, as 
perdas operacionais em instituic;oes financeiras sao decorrentes de quatro 
fatores de risco: pessoas, processos, sistemas e eventos externos. 
Este trabalho tern como objetivo apresentar os principais riscos 
operacionais enfrentados por instituic;6es financeiras, bern como as 
metodologias utilizadas para a mitigac;ao do Risco operacional nos diversos 
processos bancarios. 
No capitulo 1 foram apresentados os Principais Riscos Operacionais. No 
capitulo 2, as Metodologias e nos capltulos seguintes os Modelos 
Metodol6gicos. 
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1 Riscos do Setor Bancario: 
(Kolluru et.al., 1996). Risco e considerado como fun<;ao de varios fatores, 
nomeadamente: 
1. Da natureza do perigo, 
2. Da possibilidade de contacto (potencial de exposi<;ao), 
3. Da caracterfstica das popula<;6es expostas (receptores), 
4. Da possibilidade de ocorrencia, e 
5. Da magnitude das exposi<;6es e conseqOencias, bern como, da 
existencia de valores publicos 
Risco refere-se a probabilidade condicional de ocorrencia de urn 
acontecimento especffico (e.g., falha numa barragem, colapso de uma ponte, 
queda de urn aviao) combinado com alguma avalia<;ao (e.g., uma perda ou 
avaria funcional) de conseqOencias de urn acontecimento (e.g., ferimentos, 
morte, excesso de cancra, perda de propriedade) (Kolluru et. al., 1996). 
T emos entao as seguintes defini<;6es: 
1. Possibilidade de urn ativo sujeitar-se a fatores I incidentes que possam 
resultar em perda ou ate mesmo comprometer a continuidade das 
atividades de uma organiza<;ao. 
2. Segundo o dicionario MICHAELIS (1998, p. 1849), risco significa 
"possibilidade de perigo, incerto, mas previsfvel, que amea<;a de dano 
a pessoa ou coisa". - Esta defini<;ao e util por considerar que o risco e 
algo previsfvel. 
3. Segundo BERNSTEIN (1997, p. 8}, "a palavra 'risco' deriva do italiano 
antigo risicare, que significa 'ousar'. Neste senti do, o risco e uma 
op<;ao, e nao urn destino". 
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• 
4. Para JORION (1997, p. 3), "risco pode ser definido como a volatilidade 
de resultados inesperados, normalmente relacionados ao valor de 
ativos ou passivos de interesse", sendo este autor recomendado pela 
Bolsa de Mercadorias e Futuros- BM&F. 
1.1 - Risco operacional 
A Resolu<;ao 3.380/06, art. 2°, o Banco Central do Brasil define como 
risco operacional a possibilidade de ocorrencia de perdas resultantes de falha, 
deficiencia ou inadequa<;ao de processes internos, pessoas e sistemas, ou de 
eventos externos. 
Risco operacional e o potencial de flutua<;6es adversas no demonstrative 
de resultados (lucros e perdas) ou no fluxo de caixa de uma empresa devido a 
efeitos atribufveis a clientes, controles inadequadamente definidos e, eventos 
incontrolaveis, (Laycok, 1998). 
Exemplos de Risco operacional: 
Risco organizacional esta relacionado com uma organiza<;ao 
ineficiente, administra<;ao inconsistente e sem objetivos de Iongo prazo bem 
definidos, fluxo de informa<;6es internos e externos deficientes, 
responsabilidades mal definidas, fraudes, acesso a informa<;6es internas por 
parte de concorrentes, etc. 
• Risco de opera<;6es esta relacionado com problemas como 
overloads de sistemas (telefonia, eletrico, computacional, etc.), processamento e 
armazenamento de dados passfveis de fraudes e erros, confirma<;6es incorretas 
ou sem verifica<;ao criteriosa, etc. 
• Risco de pessoal esta relacionado com problemas tais como 
ausencia d programas de capacita<;ao e desenvolvimento, empregados nao-
qualificados e/ou pouco motivados, personalidade fraca, falsa ambi<;ao, 
"carreiristas", etc. 
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Alguns outros riscos podem ser considerados como operacionais, dentre 
outros se destacam: 
1. Risco de Obsolescencia; 
2. Risco de Equipamento; 
3. Risco de Tecnologia; 
4. Risco nos Mercados Eletronicos (Homebrokel); 
5. Risco de Erro Nao lntencional ("Erro Humano"); 
6. Risco de Fraudes; 
7. Risco da Qualifica~ao de Pessoal; 
8. Risco de Lavagem de Dinheiro; 
9. Risco de Acesso, e; 
1 0. Risco Humano. 
Riscos operacionais se relacionam a todas as fases do processo de 
neg6cios, desde a sua origina~ao ate sua execu~ao e entrega, abrangendo a 
linha de frete, o apoio intermediario e o back-office (Hoffman, 1998). Eles 
tendem a aumentar com a distancia da fonte de risco. Obrigatoriamente e urn 
componente da estrategia, na medida em que da suporte a transforma~ao da 
estrategia em tatica e esta em opera~ao. 
1.1.1 - Pontos principais da Resolu~ao 3380/06 do Banco Central do Brasil 
Utilizaremos das seguintes defini~oes para descrever os artigos e caputs 
da Resolu~ao 3380/06 do Banco Central do Brasil. 
Fraude: abuso de confian~a; a~ao praticada de rna fe; falsifica~ao. Erros 
propositais cometidos por alguns profissionais em empresas a mando destas ou 
nao, visando prejufzos de terceiros, e consequente omissao no recolhimento de 
tributes. Muitas vezes uma fraude ocorre com consentimento e conhecimento da 
Dire~ao da organiza~ao, outras vezes s6 e descoberta ao Iongo de urn grande 
perfodo de ocorrencia. E muitas vezes ao acaso 
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As fraudes podem ser caracterizadas como internas e externas: 
1. Fraudes internas: os indivfduos manipulam os sistemas de controle 
interno para forjar lucros espurios, usualmente para obter grandes 
bonificac;6es, ou; para encobrir erros e perdas gerados pela 
administrac;ao. 
2. Fraudes externas: os individuos manipulam pessoas e empresas de fora 
para obter vantagem em seu beneffcio e/ou da empresa. 
Os principais pontos de fraude a serem observados sao: 
• Avaliac;6es e reavaliac;6es indevidas; 
• Desvios de bens uteis, para Lucros e Perdas; 
• Desvalorizac;6es inexistentes; 
• Vendas por prec;os inferiores a compra; 
• Duplicidade de lanc;amentos; 
• Compras fictfcias; 
• Sonegac;ao de estoques em inventarios; 
• Folhas de pagamento adulteradas; 
• Erros de somas, calculos e transportes; 
• Comiss6es indevidas; 
• Concessao inadequada de cn§ditos; 
• Despesas fictfcias; 
• Omissao de receitas; 
• Depreciac;6es ou amortizac;6es excessivas ou irregulares; 
• Aquisic;ao de bens, lanc;adas como despesas; 
• Gastos estranhos ao neg6cio ou objeto da organizac;ao; 
• Divergencias de lanc;amentos nos livros contabeis; 
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• Licita<;6es; 
• Avalia<;6es de garantias- aceita<;ao de valores com redu<;ao de Indices; 
• Aplica<;6es financeiras; 
• Extravio ou elimina<;ao de documentos; 
• Altera<;6es em bancos de dados; 
• Rotinas em sistemas informaticos; 
• Documenta<;6es; 
• lnclusao indevida de clientes em organiza<;6es de prote<;ao ao credito ou 
desconsiderar como risco clientes inclufdos. 
Demandas trabalhistas: sao a<;6es levadas ao judiciario por funcionarios 
ou terceirizados que se julgam no direito de obter equipara<;6es ou 
remunera<;6es nao consideradas ou devidas. Podem ser por omissao, erro ou 
dolo, involuntarios ou voluntarios. Ocorre de forma involuntaria quando nao e 
percebido pelo executor da tarefa nem pelos controles existentes. Normalmente 
sao mais faceis de resolver e podem ser corrigidos pelos processos de 
capacita<;ao. Os voluntarios podem ser classificados pelo saber do executante 
que enxerga o erro, mas nao o corrige, imaginando nao haver grandes ou 
nenhuma conseqOencia. Ou ainda, podem existir de rna te com a inten<;ao 
efetiva de provocar prejufzos, ou podem ser direcionados para a locupleta<;ao. 
Podem tambem existir demandas trabalhistas por parte de terceiro. 
Seguran<;a deficiente do local de trabalho: considera-se deficiente nao s6 
as estruturas brutas ou ffsicas, mas tambem as quest6es de mobiliario que 
cause les6es por ma postura, por terem ultrapassado o tempo de validade da 
utiliza<;ao; instala<;6es eletricas e eletr6nicas; controle de acesso, entre outras. 
Praticas inadequadas relativas a clientes, produtos e servi<;os: 
procedimentos que nao contemplem controles, que permitam altera<;6es 
subseqOentes, ou que nao entreguem o acordado com os clientes, tanto internos 
como externos, comprometem as opera<;6es. As praticas inadequadas incluem a 
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ma defini9ao de produtos, sistemas de controle de qualidade das opera96es, 
sistemas informaticos e outros. Produtos que lesem ou escondam informa96es 
prejudiciais aos clientes (ex. cobran9as de juros, multas e moras) e que levam 
ou induzam a perdas. Burocracia excessiva em uma das atividades e ausencia 
de controles entre outras. Praticas inadequadas de gestao com ausencia de 
controles ou a96es. Podemos exemplificar com o processo de planejamento 
estrategico que aponta planejamentos taticos (em nfvel gerencial) e operacionais 
(em nfvel funcional). Tais planejamentos apontam necessidades de 
modifica96es ou implanta96es de novos modelos e tais passam despercebidos 
ou nao considerados pela Administra9ao. Cadastros incompletos ou 
inadequados ou controles inexistentes tambem sao considerados como praticas 
inadequadas. 
Danos a ativos ffsicos propnos ou em uso pela institui9ao: os danos 
podem ser considerados pelo processo de desgaste natural, pelo desgaste 
durante o uso intensivo, ou por a9ao proposital dos usuarios. Neste sentido 
podemos considerar os danos nos equipamentos de trabalho, tais como 
computadores, cadeiras, mesas, esta96es de trabalho, etc. Tais danos podem 
ser mensurados em rela9ao a vida util do ativo fornecido. Existem varios 
produtos que podem ter mensurados seus prazos de validade ou o tempo medio 
entre falhas. Vefculos, equipamentos eletro-eletr6nicos, maquinario pesado, 
maquinas de escrit6rio, etc., e terao como base os processes de deprecia9ao 
definidos pela contabilidade. Fogo, inunda96es e outras calamidades sao 
considerados risco pelos ramos elementares de seguros. 
Riscos que acarretem a interrup9ao das atividades da institui9ao: greves, 
piquetes, danos em sistemas informaticos, mudan9as de governo e indefini96es 
polfticas, mudan9as de Dire9ao e pianos economicos, sao considerados como 
de alto risco. Ausencia de c6pias de seguran9as e rotinas de controle de crises, 
a nao existencia de programas de reestrutura9ao p6s-desastre tambem e 
considerada riscos de alta monta. Ausencia de polfticas de gestao de pessoas, 
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que podem levar a erros por falta de conhecimento entre outros. Ainda se 
considera a ausencia de defini<;6es ou manualiza<;6es de procedimentos como 
ausencia de conhecimento. 
Falhas em sistemas de tecnologia da informa<;ao: podemos considerar 
como o potencial de falhas associadas a softwares e dados de computadores e 
comunica<;6es. lnclui o risco de dados, riscos de modelos, riscos de software, 
interrup<;ao de sistemas, riscos de comunica<;ao e telecomunica<;ao, riscos de 
informa<;6es e de seguran<;a de informa<;6es. Falhas em equipamentos que 
suportam sistemas de tecnologia da informa<;ao e comunica<;ao podem ser 
inclufdos como falhas. 
Falhas na execu<;ao, no cumprimento de prazos e gerenciamento das 
atividades na institui<;ao: estes riscos podem ser divididos em financeiros, de 
gestao e de imagem. Como riscos financeiros estao os atrasos em pagamentos 
que geram multas e juros, ou ainda que existam processos de cobran<;a 
extrajudicial ou judicial. Pode haver indeniza<;6es e outros. As perdas geradas 
por atraso afetam o lucro indiretamente. Quanto ao conceito de gerenciamento, 
as decis6es erradas podem levar a falhas na execu<;ao e cumprimento de 
prazos. Exemplificando se nao ha diretor que autorize debitos ou pagamentos e, 
esta rotina nao preve a participa<;ao de gerentes, seguramente atrasos 
ocorrerao. Sao riscos tfpicos de estruturas organizacionais muito rfgidas e com o 
conceito de hierarquia-responsabilidade mal utilizado. Quanto aos riscos de 
imagem aqui definidos, estao a publica<;ao indevida de informa<;6es ou boatos 
sobre a lnstitui<;ao, a nao gestao da comunica<;ao de rela<;6es como mercado, o 
controle de informa<;6es publicas circulaveis. 
Outros riscos que nao sao citados diretamente na Resolu<;ao 3380/06 
incluem as quest6es de estrategia, de regulamenta<;ao, de projetos, de riscos 
politicos, o risco de reputa<;ao, o risco de liquidez e mercado, riscos de 
relacionamento na cadeia de gestao e, por fim os riscos legais. 
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1.2- Polfticas Organizacionais 
Defini<;oes basicas 
As polfticas organizacionais sao regras que vao orientar o comportamento 
e o procedimento interno e externo das organiza<;oes, tendo como 
caracterfsticas principais, a flexibilidade, a abrangencia, a coordena<;ao e a etica, 
podendo ser dividida em polfticas gerais e polfticas especfficas. 
Sao as regras de neg6cios estabelecidas para a opera<;ao dos diversos 
processos. Indica o limite de atua<;ao, a hierarquia da decisao, o grau de 
autoridade e delega<;ao. Determina as atribui<;6es funcionais para processos, 
equipamentos e rela<;6es entre as partes da organiza<;ao bern como com o 
ambiente exterior. 
Nao sao normativas em princfpio. 
Exemplos de polfticas gerais: 
• 0 criterio basico para qualquer decisao e a rela<;ao rentabilidade/custo; 
• A busca do consenso na tomada de decisao e prioritaria. 
Exemplo de polfticas especfficas: 
• Remunerar os funcionarios com salarios compatfveis com o mercado de 
trabalho e com as fun<;6es exercidas; 
1 .3 - Normas Organizacionais 
As normas organizacionais sao as polfticas explicitadas, descritas, 
manualizadas, implantadas e controladas. Baseiam-se nas descri<;oes de 
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processos. Elas contemplam as regras a serem aplicadas dentro do ambito da 
organizagao. 
1.4- Mapeamento de Processos de lnformagao 
Os seguintes itens sao divis6es do processo para o desenvolvimento do 
Fluxo de Trabalho, dentro de urn Tempo de Cicio: 
1. Fluxo de Trabalho: sucessao de eventos executados em serie ou em paralelo 
por dois ou mais participantes de urn grupo de trabalho num processo para 
atingir urn objetivo comum. 
2. Tempo de Cicio: perfodo necessaria para a execugao do processo ou de 
suas divis6es. 
3. Processo: conjunto de atividades que tern por finalidade tratar recursos 
(insumos) em produtos ou servigos com valor agregado ao cliente. 
Geralmente engloba varios subprocessos, tarefas e procedimentos; 
4. Subprocessos: e a atividade correlacionada, parte especlfica de urn 
processo; 
5. Atividades: conjunto de procedimentos a serem executados para produzir 
determinado resultado em determinado prazo (qualquer agao ou trabalho 
especffico), sendo subdivididas em: 
• Atividades principais: tern participagao direta na criagao do produto ou 
servigo, objetivo do processo; 
• Atividades crfticas: possuem papel crucial no desempenho e resultado 
do processo, em seu tempo e modo de execugao; 
• Atividades nao crfticas: mesmo sendo importantes, podem ser 
realizadas dentro de condig6es mais flexfveis; 
• Atividades secundarias: nao estao diretamente envolvidas no 
desenvolvimento do produto ou prestagao de servigo, pois dao suporte 
para as atividades principais; 
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• Atividades transversais: auxiliam na resoluyao de problemas das 
atividades principais e secundarias. 
Procedimentos: indicam o infcio e tim das atividades; os modos como as atividades 
sao executadas e quais ferramentas sao utilizadas. Dividem-se em: 
• Procedimentos formais: conjunto de informa96es que indicam para o 
responsavel por uma atividade como, quando e com o que ela deve ser 
executada, com valores expllcitos atraves de Pollticas de lnforma9ao; 
• Procedimentos informais: conjunto de praticas nao escritas que o ocupante 
de urn posto incorpora a realizayao de seu trabalho (valores implfcitos). 
1. Tarefas: decomposi9ao dos procedimentos de uma atividade em etapas 
para a realizayao do trabalho, com a96es especfficas para sua devida 
execu9ao. 
2. A96es: sequencia de opera96es para a execuyao de uma tarefa, 
normalmente representadas por urn verbo. 
3. Operayao: urn movimento como teclar urn botao ou fazer urn calculo em 
uma formula, normalmente mecEmico. 
0 Exemplo abaixo indica as opera96es de urn mapeamento de processos. 
1° ETAPA 
ldentificayao do Processo de trabalho 
lnicialmente sao identificados o processo, seu objetivo e seus elementos (sub-
processos, atividades e respectivas tarefas): 
Processo A 
Sub-processo A 1 Sub-processo A2 
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2° ETAPA 
Descri(fao dos Procedimentos: 
Os manuais e guias sao organizados com informa(f6es adquiridas da descri(fao 
e identifica(fao dos procedimentos executados nas tarefas de cada atividade. 
Sao eles: 
• 0 modo de como fazer o trabalho adotado e necessaria para adotar; 
• Conhecimento especffico para executar as a(f6es; 
• Ferramentas e itens utilizados; 
• Perfodo de infcio e tim de cada atividade. 
3° ETAPA 
A terceira etapa e composta em varias atividades, a saber: 
• Fluxograma de atividades descritas; 
• Revisao de procedimentos (estrategicos, taticos e operacionais); 
• Manuten(fao ou aquisi(fao de novas ferramentas; 
• ldentificar rela(fao de atividades e tarefas de urn processo com as de outro 
processo. 
• lndicadores de desempenho; 
• Sistematiza(fao de Processos; 
1.5- Controles lnternos 
As atividades de controle devem ser uma parte integral das opera(f6es 
diarias de urn banco. 
As institui<f6es financeiras devem possuir controles internos voltados para 
as atividades por elas desenvolvidas, seus sistemas de informa(f6es financeiras, 
operacionais e gerenciais e o cumprimento das normas legais e regulamentares 
a elas aplicaveis. 
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0 Banco Central do Brasil atraves da resoluc;ao 2.554/98 regulamenta a 
necessidade das instituic;oes financeiras implantarem e implementarem o 
sistema de controles internos. 
1.5.1 Sarbanes Oxley 
Sarbanes e Oxley sao os sobrenomes dos relatores da lei americana que 
foi editada em reac;ao aos escandalos contabeis ocorridos em 2001 , e que 
afetaram a credibilidade do mercado de ac;oes nos Estados Unidos. 
A lei Sarbanes-Oxley e tambem referida como SOX, e se refere a 
necessidade das empresas demonstrarem sua capacidade de GOVERNANQA 
CORPORATIVA, ou seja, de ter seus controles internos consistentes, acurados, 
protegidos de contingencias e desastres, e capazes de gerar informac;oes 
precisas que permitam decis6es gerenciais acertadas e comunicac;ao eficaz com 
o mercado. Estao obrigadas ao cumprimento da SOX todas as empresas 
registradas na SEC, incluindo matriz e subsidiarias em todas as partes do 
mundo. 
0 modo mais efetivo de se encarar estas exigencias nao e no sentido do 
mero cumprimento de exigencias legais, mas quanta a importante oportunidade 
de rever seus processos e controles internos, quando sempre se descobre 
oportunidades imediatas de melhorar a capacidade de gestao e o desempenho 
da empresa. 
No final da decada de 90, diversos escandalos corporativos abalaram os 
Estados Unidos da America (EUA). Os casos mais graves e not6rios de fraudes 
contabeis foram o da Enron e da Worldcom. 0 temor de conduta perniciosa por 
parte de administradores gerou uma verdadeira crise de confianc;a nas praticas 
contabeis e de governanc;a corporativa. As suspeitas sobre a integridade dos 
balanc;os e demonstratives financeiros afetaram profundamente o mercado e 
alimentaram a queda das Balsas de Valores. 
Em busca da recuperac;ao da credibilidade, o Congresso dos EUA 
aprovou uma lei de reforma corporativa, a Sarbanes-Oxley, que gera urn 
conjunto de novas responsabilidades e sanc;oes aos administradores com o 
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objetivo de coibir praticas lesivas que possam expor as sociedades an6nimas a 
elevados nfveis de risco. 
No Brasil, esta lei se aplica as empresas com ag6es negociadas nos 
mercados de capitais dos EUA: multinacionais de capital americano e empresas 
brasileiras com American Depositary Receipts (ADRs) nos EUA. Hoje temos 32 
empresas obrigadas a cumprir rigorosamente o conjunto normative por 
possufrem ADRs de nfveis 2 e 3, que sao ag6es negociadas em bolsa. Entre 
elas estao a Petrobras, Companhia Vale do Rio Doce, Companhia Siderurgica 
Nacional (CSN), Bradesco, ltau e Unibanco. 
No entanto, as responsabilidades criadas pela Lei Sarbanes-Oxley sao do 
interesse de todas as empresas que queiram se atualizar sobre praticas 
rigorosas que terao influencia global. 0 proprio 6rgao regulador do mercado 
nacional, a Comissao de Valores Mobiliarios (CVM), aproveita ideias da 
Sarbanes para fazer ajustes nas suas normas. 
As principais novidades da Sarbanes-Oxley estao ligadas as exigencias 
de criagao de um comite de auditoria, desenvolvimento de controles internes 
pelas empresas para a verificagao das informag6es a serem divulgadas e 
responsabilidade dos executives e dos auditores externos em relagao aos 
numeros apresentados pelas companhias. 
0 aprimoramento dos controles internes tambem tern sido um grande 
desafio as empresas. 0 trabalho envolve a identificagao das areas de neg6cio, 
documentagao de processes e a garantia de que as informag6es precisas e 
corretas chegarao a administragao da companhia, responsavel pelos resultados 
financeiros. A Sarbanes-Oxley requer que, alem de desenvolver os controles, os 
executives da empresa (presidente e diretor financeiro) analisem e certifiquem o 
desenho e a operagao dos mecanismos. Ha ainda a exigencia de que o auditor 
externo certifique a avaliagao da administragao e emita um relat6rio. 
0 impecavel funcionamento desses controles e importante para dar 
seguranga aos administradores e auditores para a certificagao. Os executives 
terao responsabilidade individual pelas informag6es divulgadas e certificadas. 
Em caso de fraude, poderao ser multados e presos. 
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1.6- Compliance 
0 termo Compliance tern origem no verbo to comply, que significa agir de 
acordo com uma regra, urn pedido ou urn comando. Os funcionarios dos 
Compliance Officer (Departamentos de Compliance) tern, portanto, a fungao de 
monitorar e assegurar que a instituigao esteja cumprindo as regras aplicaveis a 
cada neg6cio. Normalmente, essa area tern como fungao principal garantir o 
cumprimento das normas e processes internos, prevenindo e controlando os 
riscos envolvidos na administragao de ativos. Atraves das atividades de 
Compliance, qualquer possfvel desvio em relagao a polftica de investimento dos 
produtos e identificado e evitado. 
Confidencialidade: processo que determina confidencia ou sigilo de 
informagao. 
Controle: fiscalizagao exercida sobre as atividades de pessoas, 6rgaos, 
departamentos, produtos ou servigos, para que tais atividades nao se desviem 
das normas ou padr6es estabelecidos. E a busca do equilfbrio. 
2 - Metodologias 
• Listas de Verificagao Operacionais; 
• Metodo Causal; 
• Metodo da Variancia operacional; 
• Metodo do Teste de carga; 
• Metodo do Teste de stress. 
Listas de Verificagao Operacional: Sao ferramentas de auto-avaliagao que 
atuam com o princfpio do check-list. Sao tecnicas qualitativas para a 
transferencia de praticas positivas de urn ambiente a outro da organizagao. 
Serao utilizadas com o auxflio de entrevistas estruturadas, onde os Gerentes 
receberao uma serie de perguntas "formatadas" destinadas a descobrir o que 
podera dar errado com relagao aos fatores-chaves, onde podem ocorrer os 
possfveis erros/riscos, a importancia/impacto e o que pode ser feito a respeito. 
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Metodo Causal: Modelos causais combinam dados sobre perdas 
hist6ricas com relacionamentos causais subjetivos para produzir estimativas de 
probabilidades condicionais de um evento de perda, dado que outro ja tenha 
ocorrido. A analise de relacionamentos causa-efeito, ajuda os gestores a 
focalizar causas adjacentes em vez dos sintomas. Eventos de perdas 
frequentes, nao tern uma causa (mica - geralmente resultam de uma conjungao 
de eventos diferentes. A analise causal permite que recursos sejam alocados as 
causas em vez de onde a perda se materializa. A nao-compreensao da estrutura 
causal sempre aumenta a tendencia de reduzir ou mitigar os impactos em vez 
de prevenir a perda. Sao tratados em diagramas (estrutura causal de eventos) 
onde ha o desdobramento de um evento (inlcio ou consequencia) com base no 
anterior. Mede-se o percentual de ocorrencia ou recorrencia mediante 
avaliagoes e/ou. Focado em ambientes (processes) complexes e arriscados que 
podem ser decompostos em subsistemas simples. 
VariEmcia operacional: Processo de controle de custo, com a definigao de 
custeio inicial de cada processo. Utilizado como benchmark para as atividades. 
Sera utilizado para estimar os custos operacionais em cada macro-processo. 
Teste de carga: revelam as limitagoes estruturais inerentes a urn dado 
sistema - parametres operacionais podem ser predeterminados de forma mais 
realista ou os sistemas podem ser redesenhados. Serao quantitativos e 
aplicarao cheques aos sistemas escolhidos para descobrir os impactos das 
sobrecargas. Fatores-chave de risco serao selecionados por cada gerente de 
departamento, e, serao "sobrecarregados", ou atribuir-se-a valores alem dos 
permitidos para determinar deficiencias nos processes ou sistemas que possam 
levar a erros inesperados. 
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Teste de stress: extrapola os procedimentos do teste de carga, para todo 
o conjunto sistemico do processo. Ou seja, se valida os processes antecessores 
e sucessores. 
Gada area tera uma ou mais ferramentas de acordo com a necessidade 
relativa aos processes e riscos-chave. 
2.1 - Metodos de analise e preven<;ao 
Considere-se que a polftica geral de gestae de riscos e um ferramental 
para gerir de forma efetiva a redu<;ao das despesas administrativas, que muitas 
vezes sao decorrentes de risco operacional, por exemplo: aumento de despesas 
com fornecedores nao previstas, nao cumprimento de prazos em projetos que 
provocam aumento de custos, aumento de horas extras por problemas de erros 
e falhas, tempo gasto em retrabalho, tempo gasto com re-processamento de 
sistemas ou ociosidade, custos adicionais decorrentes de capacita<;ao de 
pessoal, ausencia de polfticas para gestae de pessoas, etc. 
Assim alguns destes metodos inicialmente se basearao em modelos 
qualitativos e ap6s a massa efetiva, tornar-se-ao, mistos, ou seja, parte 
qualitativos, parte quantitativos. 
Ressaltamos que a diferen<;a entre avalia<;ao qualitativa e quantitativa e: 
• Avalia<;ao qualitativa e baseada em julgamento do gestor; 
• Avalia<;ao quantitativa e baseada em modelos matematicos de forma 
preditiva; 
• E a combina<;ao das duas permite uma atua<;ao mais efetiva na redu<;ao das 
perdas operacionais. 
As polfticas operacionais de risco, a serem mensuradas e avaliadas pelas 
ferramentas acima serao distribufdas ao Iongo da cadeia estrutural. Assim 
teremos uma defini<;ao ampla emanada a partir da cadeia de gestao, e uma 
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explicitayao das estrategias e a96es fornecidas pela instutui9ao e sua 
implantayao e controle pelo corpo gerencial. 
0 objetivo da implantayao do Gerenciamento de Riscos operacionais e 
evitar (diminuir) a alta aloca9ao de capital definida. 0 Banco Central do Brasil, 
signata rio do acordo da Basileia I e II, tern se fundamentado nos modelos 
propostos pelo acordo. 
2.2- Estrutura Organizacional para Riscos Operacionais 
Os itens da estrutura organizacional a serem considerados para as 
polfticas gerais de gerenciamento de riscos sao: 
1. Diretoria Geral 
2. Business Management 
3. Tecnologia da informayao 
4. Finanyas 
5. Tesouraria 
Gada um dos itens acima tera avalia9ao que incluira toda a sua estrutura, 
considerando agentes externos se houverem. 
E necessaria definir os principais itens e indicadores para a Gestao de 
Risco. Estes sao conhecidos como indicadores-chave e serao baseados nos 
processos principais. Sua tun9ao e a de definir a mensura9ao dos pontos de 
risco e permitir visualizar a tend€mcia e a ocorrencia dos riscos elencados. 
Gada urn destes indicadores sera testado contra o tipo de risco e a 
classificayao de riscos definidas nesta polftica. 
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Assim temos: 
1. Estrategia organizacional e Estrategia do Grupo Controlador; 
2. Relac;6es de pagamentos e Relac;6es de recebimentos - contratos; 
3. Alavancagem operacional - Orc;amentac;ao e gerenciamento de recursos 
financeiros- Receita Bruta; 
4. Resoluc;ao 2.682/96 Bacen- Demonstrac;6es contabeis; 
5. Recursos de tecnologia da informac;ao; 
6. Demandas Jurfdicas; 
7. Prazos legais para envio de informac;6es aos 6rgaos competentes; 
8. Rotinas de avaliac;ao de capacidade financeira de tomadores; 
9. Definic;ao de novos produtos; 
1 0. Gestao de Pessoas; 
11. Processos e tarefas. 
0 controle e ac;6es para mensurar riscos se basearao na classificac;ao e 
tipificac;ao de riscos apresentados na tabela a seguir: 
Quadro: Classificac;ao de Riscos e tipologia. Apresenta eventos em razao 
de processos, e define os grandes tipos. 
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Classifica<;ao de risco Tipologia de Riscos 
Mudan<;a na classifica<;ao de credito 
Riscos de reputa<;ao 
Riscos fiscais 
Riscos jurfdicos 
Riscos de desastre Desastres naturais 
Guerra 
Colapso do mercado 
Riscos de regulamenta<;ao Transgressao dos requisitos de capital 
Mudan<;as da regulamenta<;ao 
Prazos legais 
Riscos de RH Rotatividade de pessoal 
E Risco com pessoal-chave 
v Risco de fraude 
e Erro 
n Trapa<;a nas opera<;6es 
t 
Lavagem de dinheiro 
0 






Riscos tecnol6gicos Erros de programa<;ao 
R Riscos do modelo 
i Erro de mercado para mercado 
s Informa<;6es gerenciais 
c Sistemas de Tl interrompidos 
0 Falha nas telecomunica<;6es 
s Planejamento de contingencia 
Riscos de relacionamento Desacordos contratuais 
Insatisfa<;ao 
Viola<;ao de contrato 
Riscos das instala<;6es Seguran<,;a no trabalho I Seguran<,;a 
Custos operacionais 
Incendio/Enchente 
Riscos de transa<;6es Enos de execu<,;ao 
Complexidade do produto 
Erro no lan<,;amento 
Eno na liquida<;ao 
Fonte: Moore Stephens - Auditores e Consultores 
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Alguns dos itens acima serao desenvolvidos pela area responsavel pelo 
Gerenciamento de Riscos em conjunto com cada area apontada. 
2.3- Mapa de riscos 
A avaliagao dos riscos operacionais a ser conduzida pela Diretoria de 
Gestao de Riscos e demais 6rgaos componentes da estrutura organizacional e 
realizada sob dois enfoques: gestao e controle. 
A gestao preocupa-se com a atuagao sobre as causas dos riscos 
operacionais, atraves do mapeamento de processos, identificagao de amea<;as, 
elaboragao de pianos de agao, definigao de polfticas e procedimentos, 
racionalizagao e melhoria de processos e elaboragao e monitoramento de 
indicadores de auto-avaliagao. 
Pelo lado do controle, a abordagem esta focada na identificagao de 
eventos de falhas operacionais, padronizagao de informag6es, modelagem 
quantitativa, analise estatfstica e mensuragao de perdas, bern como constituigao 
de provisao para perdas esperadas e alocagao de capital para perdas 
inesperadas. 
De forma a identificar no mapa de risco o grau da perda, serao 
identificados os riscos de acordo com a seguinte classificagao: 
Verde- baixo risco. Significa que o risco nao afeta a organizagao, sendo 
de facil solugao e implantagao. 
Amarelo - risco medio. Este fator se nao resolvido ao Iongo do processo 
torna-se urn risco de alto impacto no processo. Afeta a imagem da organizagao 
tanto para cliente como para funcionarios. 
Vermelho- alto risco. Este fator ocasiona perdas para o neg6cio. Podem 
ser perdas de produgao, de produtividade, de rentabilidade e principalmente de 
imagem e clientes. Normalmente quando nao resolvidos a tempo transformam-
se em crises. Estas crises efetivamente atingem o patrimonio da organizagao. 
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2.3.1 - ltens de definic;ao do mapa de riscos 
Urn conjunto de indicadores de processos sera utilizado como base para 
a formac;ao do mapa de riscos. Estes indicadores foram estruturados com base 
nas fungoes basicas de uma organizac;ao, sendo eles o marketing, as financ;as, 
as operac;6es e a gestao de pessoas. Gada urn deles apresenta urn processo de 
mensurac;ao de perda a partir da analise de urn processo. Os processos sao 
avaliados por area e a relac;ao entre area e considerada. Desta forma os Indices 
a serem utilizados sao: 
1. AE - Adequac;ao da Estrutura de Pessoal 
2. CE- Capacitac;ao da Estrutura de Pessoal 
3. RP - Rotatividade Hist6rica da Area 
4. CX - Complexidade de Analises e Decis6es 
5. IR- lnter-relacionamento na Execuc;ao 
6. SG - Grau de Segregac;ao de Autoridades 
7. NR- Normatizac;ao de Rotinas e Responsabilidades 
8. PR- Propagac;ao de Resultados 
9. IC -lnfluencia sobre Correc;ao 
10. SE- Sinalizac;ao de Eventos Adversos 
11 . I P - lnformatizac;ao do Processo 
12.1S -lntegrac;ao de Sistema lnformatizado 
13. SA - Seguranc;a de Acesso Usuario 
14. Dl- Dependencia de Tecnologia 
15. DF - Dependencia de Fornecedor 
16.1M - lnfluencia do Mercado Externo 
17.1P- lnfluencia do Ambiente Polftico 
18.1R- lnfluencia do Ambiente Regulat6rio 
Os riscos identificados e analisados com base nos indicadores sao 
registrados em uma MRO- Matriz de Riscos Operacionais. 
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A matriz e parte integrante do RRO - Relat6rio de Riscos Operacionais, 
no qual, para os riscos qualificados como elevado descreve-se as variaveis de 
risco mais relevantes para a pontuagao obtida a fim de orientar o processo de 
decisao de possfveis ag6es corretivas e preventivas. 
Deverao, ainda, ser registrados no RRO eventuais limitag6es no acesso a 
documentagao e sistemas pertinentes ao trabalho de analise dos processos. 
A Matriz e respectivo Relat6rio de Riscos Operacionais serao emitidos 
pela area de gestao de Riscos Operacionais em freqOencia mfnima trimestral e 
ainda quando da: 
• lntrodugao de novas procedimentos e normas operacionais pela area de 
OSM no ambito do sistema de Controles lnternos de Gestao de Riscos; 
• lntrodugao ou alteragao significativa dos normativos do Banco Central; 
• Emissao de relat6rios por auditorias internas e externas e respectivos 
registros de desvios; 
• Ocorrencia de perdas financeiras em razao de riscos operacionais, conforme 
diretrizes de registro e comunicagao estabelecidas em norma especffica. 
A Matriz de Riscos Operacionais e respectivo Relat6rio de Riscos 
Operacionais sao emitidos conforme destinatarios estabelecidos na norma de 
Gestao de Riscos Operacionais. 
Compete a area de Gestao de Riscos Operacionais a manutengao, por 
prazo indeterminado, a disposigao do Bacen, dos Relat6rios de Riscos 
Operacionais, da Matriz de Riscos Operacionais e dos documentos e papeis de 
trabalho utilizados na selegao de processos e riscos e na suas analises. 
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2.4- Emissao de Parecer de Riscos Operacionais 
Os PRO - Pareceres de Riscos Operacionais serao emitidos pela area de 
Gestao de Riscos Operacionais para a area proponente, mediante solicita<;ao 
desta. 
Os PRO limitar-se-ao a identifica<;ao de potenciais riscos operacionais 
para processos e programas em fase de proposi<;ao. A efetiva avalia<;ao dos 
mesmos dar-se-a na forma de matriz de riscos quando de sua implanta<;ao. 
Compete a area de Gestao de Riscos Operacionais a manuten<;ao, por 
prazo indeterminado, dos Pareceres de Riscos Operacionais bern como das 
manifesta<;6es deles decorrentes encaminhadas a area de risco. 
2.5- Cicio de mensura<;ao e controle de Riscos Operacionais 
A sequ€mcia/ciclo de mensura<;ao do controle de riscos e a seguinte: 
A area de gerencia de riscos e a entidade maxima de controle de riscos. 
Ela recebe inputs externamente da auditoria e internamente do seu corpo de 
tecnicos. Havera a verifica<;ao de cada area para os itens de riscos-chaves 
definidos nesta polftica. 
Os testes sao realizados em todos os departamentos. Recebe as 
informa<;6es iniciais da auditoria para os sistemas de controle (controles 
internos). Reune-se com o setor de controles internos, compliance e auditoria 
interna, para avaliar os principais pontos de risco. 
Ap6s a analise emite relat6rio de posi<;ao de riscos contendo informa<;6es 
sobre a amplitude e for<;a dos controles. Entende-se por amplitude a eficiencia 
do controle nos processos, quando atende controles no primeiro processo 
antecessor e no primeiro processo sucessor. Entende-se por for<;a a propriedade 
de apontar divergencias ou mitiga<;ao de erros. 
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Os apontamentos da Gestao de Risco sao encaminhados para as 
instEmcias competentes para a produ<;ao de normas ou corre<;ao dos controles. 
Os apontamentos direcionados serao executados mediante decisao I 
autoriza<;ao das instancias acima definidas. 
Este ciclo e continuo. A dura<;ao proposta nesta polftica e a seguinte: 
1. Uma verifica<;ao geral de riscos a cada seis (06) meses; 
2. Uma verifica<;ao local por amostragem em cada area uma vez a cada tres 
(03) meses; 
3. Uma verifica<;ao a cada desenvolvimento de norma corporativa; 
4. Uma verifica<;ao a cada desenvolvimento de norma gerencial; 
5. Verifica<;ao do cumprimento das Diretrizes anuais da Diretoria, realizadas 
semestralmente. 
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A figura abaixo representa o ciclo de mensura~ao riscos. Sua tradu~ao e 
a seguinte: 
1. A primeira seta representa os riscos incidentes nas opera~6es. 
2. A segunda seta representa os riscos avaliados pelo processo de auditoria. 
3. 0 fluxo identifica o Gestor de Riscos, sua identifica~ao nos processes, 
informa~6es para o Comite de Riscos Operacionais, a reestrutura~ao, 
modifica~ao ou cria~ao de corre~oes quando for 
necessaria. 
Cicio de Riscos 
Oepartament o s 
OS&M 
Pagina 1 
Fonte: Moore Stephens - Auditores e Consultores 
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2.6- Resultado e classifica<;ao da mensura<;ao 
Define o modelo de mensura<;ao a ser utilizado no perfodo inicial de urn 
ano. Como ainda e uma agao embrionaria e formadora de recursos 
informacionais, e atualmente classificado com o modelo da Abordagem de 
lndicador Basico (BIA). Este modelo quando nao definido tern como premissa 
inicial o valor de alocar capital no percentual de 15% sobre a media da receita 
bruta anual dos tres ultimos exercfcios. 
Com o refinamento podemos atingir ate o percentual de 8% que e a 
media mundial para efeitos de riscos operacionais, mediante validagao do 
modelo avan<;ado pelo 6rgao regulador. 
A evolugao dos processes de Gestao de Riscos nos permitira avan<;ar na 
classificagao e na mudanga dos Indices de aloca<;ao de capital. 0 prazo 
esperado para a mudan<;a de classificagao e de um. 
2. 7 - Revisao Peri6dica da Polftica de Risco Operacional 
A polftica de risco operacional devera ser revisada anualmente pela 
I nstitui<;ao. 
3 - Modelos Metodol6gicos: 
3.1 -Control Self Assesment- GSA (Controle de Auto Avalia<;ao) 
E uma metodologia utilizada para: 
• Avaliagao e revisao dos principais objetivos dos neg6cios da organizagao, 
• Avaliagao e revisao dos riscos envolvidos na busca por atingir esses objetivos, 
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• Avalia<;ao e revisao dos controles internos projetados para administrar esses 
riscos, avaliando a sua eficacia. 
Pode ser utilizado para avaliar aspectos relativos a: 
• Controles, 
• Processos, 
• Riscos e cumprimento de objetivos. 
Meios para a sua realiza<;ao: 
• Reunioes, 
• Questionarios ou auto-analise gerencial 
Aspectos a serem considerados para o sucesso da metodologia: 
• Cultura de controle da organiza<;ao 
• Escopo- area, regiao, nfvel de detalhe, grupo de trabalho, etc 
• Finalidade dos resultados do trabalho (auditoria, auto-avalia<;ao, etc) 
• Ferramentas e tecnicas a serem utilizadas para a documenta<;ao do trabalho 
Duvida que deve ser respondida pela sua organiza<;ao: Quem dirige o processo? 
Auditoria lnterna, Compliance ou Risco Operacional? 
Metodos definidos pela FEBRABAN: 
• As reunioes ocorrem com a participa<;ao do gestor do processo, seus principais 
colaboradores, clientes e fornecedores. 
• Os encontros sao facilitados por urn especialista no metodo de CSA. 
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• No final sao elaboradas cartas de avaliagao do assunto discutido, em que o 
gestor define se o risco e aceitavel ou nao, sendo necessaria a proposigao de 
algum plano de agao para solugao dos problemas identificados. 
• Os questionarios de auto-analise sao elaborados objetivando avaliar as 
estruturas de controle, sendo respondidos pelos pr6prios gestores, de forma a 
permitir a identificagao da existencia ou aderencia de controles adequados. 
• Desta forma, o gestor consegue avaliar se seu processo esta ou nao aderente 
as melhores praticas de controle. 
3.1.1 - Pontos Fortes I Beneffcios 
• Evita surpresas, pois garante a identificagao e administragao de riscos. 
• Melhora a confiabilidade da informagao gerencial. 
• Diminui retrabalho decorrente de erros. 
• Dissemina a cultura de controle de riscos. 
• Padroniza metodologia de identificagao e avaliagao de riscos na organizagao. 
• Centraliza informag6es a respeito dos riscos relevantes. 
• Subsidia implementagao de polfticas corporativas de mitigagao de riscos. 
• Facilita o conhecimento do neg6cio e suas vulnerabilidades. 
• ldentifica atividades crfticas com controles frageis ou inexistentes. 
• Subsidia priorizagao de investimentos. 
• Prioriza area de riscos para desenvolvimento de medidas adequadas de 
controles. 
• Mantem a alta hierarquia informada sobre as formas de execugao do trabalho. 
• Consiste eficiencia como metoda para se obter informag6es em uma base 
am pia. 
• Permite resultados resumidos e consolidados, pois a informagao esta em 
bases s61idas. 
• Gera mais qualidade na descrigao dos riscos. 
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• Torna-se valido para empresas que atuam em setores altamente 
regulamentados. 
• Possibilita a visao geral do processo analisado, por meio da estruturagao das 
ideias, sem perda de informag6es relevantes. 
• Estabelece pianos de agao com responsabilidades e prazos definidos. 
• Permite maior participagao em grupo, de forma nao defensiva. 
• Promove gestao participativa e melhor conhecimento de suas fungoes, para os 
funcionarios envolvidos no processo. 
• Flexibiliza a adaptagao as diversas areas de neg6cios. 
3.1.2 - Pontos Fracas I Deficiencias 
• Pode gerar perguntas de diffcil compreensao. 
• Depende do comprometimento dos gestores e equipe envolvida no processo 
avaliado. 
• Pode afetar a qualidade final dos resultados, dependendo da quantidade total 
de respostas, tempo e atengao dedicadas pelo entrevistado. 
• Pode consumir muito tempo para elaborar questionarios ou preparar reuni6es. 
• Gera possibilidade de desatualizagao, devido a mudangas no ambiente ou 
processes. 
• Pode resultar em eventual visao parcial do processo, dependendo da sua 
execugao. 
• Nao garante que todos os riscos relevantes tenham sido identificados. 
• Pressup6e que o corpo gerencial esteja apto a definir claramente os objetivos, 
identificar e avaliar os riscos. 
• Pode gerar dependencia de resultados, de acordo com o processo de cultura 
de riscos e controles da organizagao. 
• Acarreta em investimento de tempo para aplicagao do metoda. 
• Pode envolver alto custo de implementagao, dependendo da forma de 
aplicagao. 
• Nao preve a captura de registro de ganhos com os resultados dos trabalhos. 
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• Pode acarretar em utilizactao inadequada do metoda para aplicactao de 
sanct6es aos funcionarios participantes. 
Proposta de urn formato para a conductao dos trabalhos 
Envio de Questionario para todos os funcionarios indicados (respostas dadas em 
conjunto pelo grupo) 
0 conteudo das perguntas deve ser claramente definido antes de iniciar a 
elabora<;ao dos questionarios: 
• Geral (C6digo de Conduta, Valores, etc.) 
• Polfticas e norm as operacionais ( quest6es relacionadas as norm as da 
organizactao) 
• Outros ... 
Outras duvidas que devem ser esclarecidas pela sua organizactao antes de 
implantar: 
• Fazer questionamentos que admitem respostas "sim" ou "nao"? 
• Fazer questionamentos que exigem respostas descritivas? 
• Fazer questionamentos que admitem respostas "atende plenamente", "atende 
parcialmente" e "nao atende"? 
Procedimentos operacionais para a aplicactao dos questionarios 
1°- Reuniao como gestor (gestores) do processo a ser auto avaliado (2 horas) 
2° - Reuniao com funciomirios indicados pelo gestor ( 4 horas) 
3° - aplica<;ao dos questionarios - feita pelos funcionarios indicados, com o 
monitoramento e suporte da area responsavel (Compliance, Auditoria lnterna, 
Riscos??) 
4°- Compilactao de dados 
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• 
5°- Reuniao com gestor (gestores) do processo para mostrar e discutir 
resultados 
3.2 - Metodo ASA (Alternative Standardised Approach) 
Promover urn estudo analftico dos principais aspectos do indicador de 
exposi<;ao proposto pelo NACB para o metodo ASA, levantando as eventuais 
limita<;6es, dificuldades e convergencias com os estudos realizados pela 
industria financeira, para fundamentar as sugest6es que serao encaminhadas ao 
Bacen. 
• No Metodo Padronizado, STA, os percentuais fixos de aloca<;ao de capital 
(betas, variando de 12 a 18%), distribufdos em 8 linhas de neg6cios tern como 
objetivo evidenciar os nfveis de exposi<;ao ao risco operacional incorrido pelas 
lnstitui<;6es Financeiras ao realizar os seus neg6cios e atividades. 
• 0 Conceito de "Gross lncomfi' para o Metodo Padronizado, conforme 
paragrafos 653/654 do NACB, deve ser distribufdo em 8 linhas de neg6cios com 
percentuais que variam de 12% a 18%. 0 Resultado Bruto obtido pelo somat6rio 
dos valores segregados por linhas de neg6cio deve ser: 
igual ao valor apurado para Gross Income no metoda BIA 
• lnicialmente, na fase de consultas publicas, o NACB verificou varias 
possibilidades para o Metodo STA, inclusive associando indicadores que 
levavam em conta a diversidade ou caracterfsticas das atividades. Em fun<;ao 
dessas dificuldades, no transcorrer das discuss6es publicas houve, tambem, a 
proposta de urn Metodo Alternative, uma variante do Metodo Padronizado. Esse 
metodo buscava alternativas aos resultados obtidos no QIS 3 - Estudo de 
lmpacto Qualitative, onde o calculo dos valores de aloca<;ao, quando 
consideradas as linhas de neg6cios, apresentou distor<;6es significativas. Foi 
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proposto, entao, o Metodo ASA - Metodo Padronizado Alternative. Uma 
descrigao detalhada do metodo esta no NACB - Nota 1 04, associ ado ao Metodo 
Padronizado - paragrafo 652 ate 654. 0 NACB tambem considera a 
possibilidade do supervisor calibrar os percentuais do ST A, Nota 1 03. 
• No Metodo ASA, o calculo de encargo de capital do risco operacional e o 
mesmo do Metodo Padronizado, salvo em duas linhas de neg6cios - Banco de 
Varejo e Banco Comercial. Para essas linhas de neg6cios, a carteira de 
emprestimos - multiplicados por urn fator fixo 'm' - substitui o resultado bruto 
como o indicador de exposigao. Os betas para as linhas de neg6cio Banco de 
Varejo e Banco Comercial nao sofrem mudangas em comparagao como Metodo 
Padronizado, ST A. 
Possibilidade do modelo padronizado o conceito alternative (ASA): Esse 
conceito apresenta uma mudanga na construgao do indicador de exposigao para 
as linhas de neg6cio "Retail Banking' e "Commercial Banking'. Para essas linhas 
de neg6cios o volume da carteira de emprestimos (Grupo 3.1 do COSIF, carteira 
de credito da IF) e multiplicado por urn fator "m" de 3,5%, cujo resultado substitui 
o "Gross Income', aplicando-se posteriormente os percentuais de 12% e 15% 
respectivamente. 
• 0 mais importante e garantir que a base de calculo utilizada no Metoda BIA 
sera a mesma utilizada pelo ST A, isto e, o total do Resultado Bruto do BIA seja 
igual a soma aritmetica do resultado das oito linhas de neg6cios. Esse preceito 
esta presente tanto no NACB como no Estudo de lmpacto do Bacen. 
• Estudo de lmpacto do Bacen: 
"0 valor total do Gross Income da lnstituigao ou Conglomerado apurado em 
linhas de neg6cio devera ser igual ao resultado obtido na abordagem de 
indicador basico" 
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• 0 Metoda ASA foi inclufdo nos estudos de impactos quantitativos- QIS. No 
Brasil, fez parte do Estudo de lmpacto- QIS 5 de Risco Operacional, realizado 
pelo Bacen, em novembro de 2.005, em suas duas possibilidades: segregando 
Banco Comercial e Banco de Varejo ou considerando ambos numa (tnica linha 
(ASA agregado). 
Neste momenta, os principais fatores a serem discutidos referem-se a: 
• composi9ao do Gross Income, por linha de neg6cios (o que deve ser 
considerado ); 
• aspectos considerados no Estudo de lmpacto do Bacen; 
• rela9ao entre as informa96es necessarias para o Gross Income por linhas de 
neg6cios e o padrao contabil COSIF (limita96es, dificuldades, aderencia e 
criterios para valida9ao como metoda BIA), pois apesar de o Banco Central nao 
abrir rubricas contabeis de COS IF especfficas para composi9ao desse conceito 
de Resultado Bruto por Linha de Neg6cio, em nenhum momenta quer dizer que 
essas informa96es nao devam estar conciliadas com os valores registrados na 
contabilidade. 
3.2.1 - Composi98.o de GROSS INCOME por linhas de neg6cios do NACB 
Para compor o GROSS INCOME por linhas de neg6cios utilizamos o os 
conceitos do NACB. Algumas observa96es importantes sao os conceitos de 
Resultado Bruto, por linhas de neg6cios, contidos nas orienta96es 
complementares para representa96es entre linhas de neg6cios, tambem 
contidas no NACB, que serao necessarios para as demais linhas: 
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Banco de Varejo (12%): 
A receita bruta para banco de varejo consiste na receita financeira lfquida de 
emprestimos e adiantamentos para clientes de varejo e SMEs tratadas como 
varejo, mais as taxas relacionadas as atividades de varejo tradicionais, receita 
lfquida de swaps e derivatives mantidos para proteger o registro bancario de 
varejo, e a receita dos direitos credit6rios de varejo comprados. Para calcular a 
receita financeira lfquida para banco de varejo, um banco considera os juros 
obtidos sobre seus emprestimos e adiantamentos para clientes de varejo menos 
o custo ponderado medio de financiamento desses emprestimos ou custo de 
transferencia. 
(de qualquer fonte- varejo ou outros depositos). 
Banco Comercial (15%): 
De forma semelhante, a receita bruta para banco comercial consiste na receita 
financeira lfquida sobre emprestimos e adiantamentos para empresas (mais 
SMEs tratadas como empresas), atividades interbancarias e clientes soberanos 
e a receita sobre direitos credit6rios empresariais comprados, mais as taxas 
relacionadas as atividades tradicionais dos bancos comerciais incluindo 
compromissos, garantias, conhecimentos de embarque, receita liquida (por 
exemplo, de cupons e dividendos) sobre tftulos mantidos no registro bancario, e 
lucros/perdas em swaps e derivatives mantidos para proteger o registro bancario 
comercial. Novamente, o calculo da receita financeira lfquida tem como base a 
receita obtida em emprestimos e adiantamentos para empresas, atividades 
interbancarias e clientes soberanos menos o custo ponderado medio de 










Negociac;oes e vendas (18%): 
Na orienta<;ao complementar do Anexo 8 temos uma afirma<;ao importante para 
a linha Negocia<;6es e Vendas : 
Para as outras cinco linhas de neg6cios: 
Na orienta<;ao complementar do Anexo 8 temos uma afirma<;ao importante para 
as outras cinco linhas de neg6cios: 
Pagamento e liquidac;ao (18%): 
Consistem em taxas para cobrir servi<;os de pagamentos/liquida<;ao para 
contrapartes de atacado. Aqui ha dificuldade em determinar os 
processos/produtos da linha de neg6cios devido a ado<;ao de caixa 
central/banco multiplo, adotado no Brasil. 
No QIS 5, o Bacen considerou as Receitas de Servi<;os relacionados as 
seguintes atividades: 
Transferencia de ativos 
Compensa<;ao e liquida<;ao 
Sistemas de pagamentos 
Folha salarial 
Recebimento de tributo 
Cobran<;a 
Fluxos judiciais 
Administrac;ao de ativos (12%): 
E composta pela Taxa de administra<;ao e demais receitas relacionada a gestao 













Corporate Finance (18%): 
Rendas de prestaQ6es de serviQos de estruturaQao de operaQ6es financeiras. 
No QIS 5, o Bacen considerou as Receitas de ServiQOS relacionados as 
seguintes atividades: 
Fus6es e aquisiQ6es 
ReestruturaQao financeira e societaria 
SubscriQao de capital 
PrivatizaQ6es 
ColocaQao publica/privada de tftulos e valores mobiliarios 
SecuritizaQao 
Emissao propria 
Financiamento de projetos de Iongo prazo 
ServiQos de pesquisa e assessoria 
Emprestimos sindicalizados (receita de serviQos) 
Cash management (receita de serviQos) 
3.3 - Metoda BIA (Basic Indicator Approach) 
• Promover urn estudo analftico dos principais aspectos do indicador de 
exposiQao proposto pelo NACB para o metoda BIA, levantando as eventuais 
limitaQ6es, dificuldades e convergencias com os estudos realizados pela 
industria, para fundamentar as sugest6es que serao encaminhadas para o 
Bacen. 
0 indicador de exposiQao tern como objetivo evidenciar quais os nfveis de 
exposiQao ao risco operacional em que as lnstituiQ6es Financeiras estao 
incorrendo ao realizar os seus neg6cios e atividades. lnicialmente, na fase de 
consultas publicas, o NACB verificou varias possibilidades, inclusive associando 
indicadores que levavam em conta a diversidade ou caracterfsticas das 
atividades. A publicaQao final traz como indicador de exposiQao para o metoda 
BIA o Resultado Bruto (Gross Income). Houve a opQao em escolher uma medida 
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que aproximasse a medida de risco dos registros contabeis. lsso confirma os 
preceitos contidos na parte inicial do NACB. 0 paragrafo 649 descreve como se 
dara a aplica~ao, nos seguintes termos: 
Os bancos que usam o Metoda de lndicador Basico devem manter urn capital 
para risco operacional igual a media de uma porcentagem fixa (designada alta) 
da receita bruta anual positiva dos tres anos anteriores. 0 alta sera de 15%. 
0 metoda BIA foi inclufdo nos estudos de impactos quantitativos- QIS. No 
Brasil, fez parte do Estudo de lmpactos de Risco Operacional, realizado pelo 
Bacen, em novembro de 2.005. 
Neste momenta, os principais fatores a serem discutidos referem-se a: 
• composi~ao do Gross Income (o que deve ser considerado) 
• aspectos considerados no Estudo de lmpacto do Bacen 
• rela~ao entre as informa~6es necessarias para o Gross Income e o padrao 
contabil COSIF (limita~6es, dificuldades e aderencia) 
3.3.1- Composi~ao de GROSS INCOME do NACB 
A composi~ao do indicador Gross Income foi intensamente discutida no 
documento Operational Risk, publicado em 2.001 pelo BIS - Bank for 
International Settlements - o qual foi referenda para o NACB. Este traz a 
defini~ao de Gross Income para o metodo BIA da seguinte forma: 
Item 650 - 0 resultado Bruto ( ou receita bruta em algumas vers6es de tradu~ao) 
e definido como a receita financeira lfquida mais receita nao-financeira lfquida. 
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Pretende-se que essa mensura9ao: 
1. seja bruto de provisoes; 
2. seja bruto de despesas operacionais, incluindo as taxas pagas para 
prestadoras de servi9os terceirizados; 
3. exclua os lucros/perdas realizados da venda de tftulos mobiliarios no registro 
bancario; 
4. exclua os itens extraordinarios ou irregulares bern como a receita originada 
de seguro. 
0 aspecto relevante e que deve ser objeto de reflexao e o fato de, 
explicitamente, a defini9ao efetuar a diferencia{fao dos resultados de tftulos e 
valores mobiliarios. Trataremos esse tema em t6pico a parte. 
A mensura<fao e bruta, incluindo despesas operacionais, inclusive com 
prestadores de servi9os terceirizados. Pretende-se que essa mensura9ao reflita 




Conclui-se que para gerenciar o Risco Operacional em uma institui<fao 
financeira e preciso utilizar ferramentas como a informatiza<fao das atividades e 
a normatiza<fao dos processos desenvolvidos, como forma de garantir o 
funcionamento adequado dos sistemas de controle interno. 
A estrategia de crescimento das empresas aumenta a exposi<fao ao risco, 
exigindo uma area de gestao de riscos operacionais. As polfticas corporativas de 
adequa9ao as regulamenta96es impostas tambem refletem sabre a estrutura 
organizacional. 
Com rela<fao ao ambiente externo, todas as institui96es estao sujeitas a 
regulamenta<fao do Banco Central, o qual segue as orienta96es do comite da 
Basileia. Para os bancos com papeis negociados nos Estados Unidos da 
America, devem ser adicionadas as exigencias da Lei Sarbanes-Oxley. A 
regulamenta<fao e o principal condicionante da estrutura organizacional da 
implanta9ao de uma area de Gerenciamento de Riscos. 
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AN EX OS 
RESOLUCAO 3.380 
Dispoe sobre a implementa9ao de 
estrutura de gerenciamento do 
risco operacional. 
0 BANCO CENTRAL DO BRASIL, na forma do art. go da Lei 
4.5g5, de 31 de dezembro de 1g64, torna publico que o CONSELHO 
MONET ARlO NACIONAL, em sessao realizada em 2g de junho de 2006, com 
base nos arts. 4°, inciso VIII, da referida lei, 2°, inciso VI, 8° e 
go da Lei 4.728, de 14 de julho de 1g65, e 20 da Lei 4.864, de 2g de 
novembro de 1g65, na Lei 6.ogg, de 12 de setembro de 1g74, com as 
altera96es introduzidas pel a Lei 7 .132, de 26 de outubro de 1gs3, na 
Lei 1 0.1g4, de 14 de fevereiro de 2001, com as altera96es 
introduzidas pel a Lei 11.110, de 25 de abril de 2005, e no art. 6o do 
Decreto-lei 75g, de 12 de agosto de 1g6g, 
RES 0 LV E U: 
Art. 1° Determinar as institUi(fOes financeiras e demais 
institui96es autorizadas a funcionar pelo Banco Central do Brasil a 
implementa9ao de estrutura de gerenciamento do risco operacional. 
Paragrafo unico. A estrutura de que trata o caput deve ser 
compatfvel com a natureza e a complexidade dos produtos, servi9os, 
atividades, processos e sistemas da institui9ao. 
Art. 2° Para os efeitos desta resolu9ao, define-se como 
risco operacional a possibilidade de ocorrencia de perdas resultantes 
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de falha, deficiencia ou inadequa<;ao de processos internos, pessoas e 
sistemas, ou de eventos externos. 
§ 1 o A defini<;ao de que trata o caput inclui o risco legal 
associado a inadequa<;ao ou deficiencia em contratos firmados pela 
institui<;ao, bern como a san<;6es em razao de descumprimento de 
dispositivos legais e a indeniza<;6es por danos a terceiros 
decorrentes das atividades desenvolvidas pela institui<;ao. 
§ 2° Entre os eventos de risco operacional, incluem-se: 
I - fraudes internas; 
II - fraudes externas; 
Ill - demandas trabalhistas e seguran<;a deficiente do local 
de trabalho; 
IV - praticas inadequadas relativas a clientes, produtos e 
servi<;os; 
V - danos a ativos ffsicos pr6prios ou em uso pela 
institui<;ao; 
VI - aqueles que acarretem a interrup<;ao das atividades da 
institui<;ao; 
VII - falhas em sistemas de tecnologia da informa<;ao; 
VIII - falhas na execu<;ao, cumprimento de prazos e 
gerenciamento das atividades na institui<;ao. 
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Art. 3° A estrutura de gerenciamento do risco operacional 
deve prever: 
I - identifica<;ao, avalia<;ao, monitoramento, controle e 
mitiga<;ao do risco operacional; 
II - documenta<;ao e armazenamento de informa<;6es referentes 
as perdas associadas ao risco operacional; 
Ill - elabora<;ao, com periodicidade mfnima anual, de 
relat6rios que permitam a identifica<;ao e corre<;ao tempestiva das 
deficiencias de controle e de gerenciamento do risco operacional; 
IV - realiza<;ao, com periodicidade mfnima anual, de testes 
de avalia<;ao dos sistemas de controle de riscos operacionais 
implementados; 
V - elabora<;ao e dissemina<;ao da polftica de gerenciamento 
de risco operacional ao pessoal da institui<;ao, em seus diversos 
nfveis, estabelecendo papeis e responsabilidades, bern como as dos 
prestadores de servi<;os terceirizados; 
VI - existencia de plano de contingencia contendo as 
estrategias a serem adotadas para assegurar condi<;6es de continuidade 
das atividades e para limitar graves perdas decorrentes de risco 
operacional; 
VII - implementa9ao, manuten9ao e divulga9ao de processo 
estruturado de comunica9ao e informa9ao. 
49 
§ 1 o A pol ftica de gerenciamento do risco operacional deve 
ser aprovada e revisada, no mfnimo anualmente, pela diretoria das 
institui<;6es de que trata o art. 1 o e pelo conselho de administra<;ao, 
se houver. 
§ 2° Os relat6rios mencionados no inciso Ill devem ser 
submetidos a diretoria das institui<;6es de que trata o art. 1 o e ao 
conselho de administra<;ao, se houver, que devem manifestar-se 
expressamente acerca das a<;6es a serem implementadas para corre<;ao 
tempestiva das deficiencias apontadas. 
§ 3° Eventuais deficiencias devem compor os relat6rios de 
avalia<;ao da qualidade e adequa<;ao do sistema de controles internos, 
inclusive sistemas de processamento eletronico de dados e de 
gerenciamento de riscos e de descumprimento de dispositivos legais e 
regulamentares, que tenham, ou possam vir a ter impactos relevantes 
nas demonstra<;6es contabeis ou nas opera<;6es da entidade auditada, 
elaborados pela auditoria independents, conforme disposto na 
regulamenta<;ao vigente. 
Art. 4o A descri<;ao da estrutura de gerenciamento do risco 
operacional deve ser evidenciada em relat6rio de acesso publico, 
com periodicidade mfnima anual. 
§ 1° 0 conselho de administra<;ao ou, na sua inexistencia, 
a diretoria da institui<;ao deve fazer constar do relat6rio descrito 
no caput sua responsabilidade pelas informa<;6es divulgadas. 
§ 2° As institui<;6es mencionadas no art. 1 o devem 
publicar, em conjunto com as demonstra<;6es contabeis semestrais, 
resumo da descri<;ao de sua estrutura de gerenciamento do risco 
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operacional, indicando a localizac;ao do relat6rio citado no caput. 
Art. 5° A estrutura de gerenciamento do risco operacional 
deve estar capacitada a identificar, avaliar, monitorar, controlar e 
mitigar os riscos associados a cada instituic;ao individual mente, ao 
conglomerado financeiro, conforme o Plano Contabil das lnstituic;6es 
do Sistema Financeiro Nacional- Cosif, bern como a identificar e 
acompanhar os riscos associados as demais empresas integrantes do 
consolidado economico-financeiro, definido na Resoluc;ao 2.723, de 31 
de maio de 2000. 
Paragrafo unico. A estrutura, prevista no caput, deve tam-
bern estar capacitada a identificar e monitorar o risco operacional 
decorrente de servic;os terceirizados relevantes para o funcionamento 
regular da instituic;ao, prevendo os respectivos pianos de contingen-
cias, conforme art. 3°, inciso VI. 
Art. 6° A atividade de gerenciamento do risco operacional 
deve ser executada por unidade especffica nas instituic;6es 
mencionadas no art. 1°. 
Paragrafo unico. A unidade a que se refere o caput deve 
ser segregada da unidade executora da atividade de auditoria interna, 
de que trata o art. 2° da Resoluc;ao 2.554, de 24 de setembro de 1998, 
com a redac;ao dada pela Resoluc;ao 3.056, de 19 de dezembro de 2002. 
Art. 7° Com relac;ao a estrutura de gerenciamento de risco, 
admite-se a constituic;ao de uma unica unidade responsavel: 
I - pelo gerenciamento de risco operacional do conglomerado 
financeiro e das respectivas instituic;oes integrantes; 
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II - pela atividade de identificagao e acompanhamento do 
risco operacional das empresas nao financeiras integrantes do 
consolidado economico-financeiro. 
Art. 8° As institui<;6es mencionadas no art. 1 o devem 
indicar diretor responsavel pelo gerenciamento do risco operacional. 
Paragrafo unico. Para fins da responsabilidade de que 
trata o caput, admite-se que o diretor indicado desempenhe outras 
fungoes na instituigao, exceto a relativa a administra<;ao de recursos 
de terceiros. 
Art. go A estrutura de gerenciamento do risco operacional 
devera ser implementada ate 31 de dezembro de 2007, com a observ<'!mcia 
do seguinte cronograma: 
I - ate 31 de dezembro de 2006: indicagao do diretor 
responsavel e definigao da estrutura organizacional que tornara 
efetiva sua implementa<;ao; 
II - ate 30 de junho de 2007: definigao da polftica 
institucional, dos processes, dos procedimentos e dos sistemas 
necessaries a sua efetiva implementagao; 
Ill -ate 31 de dezembro de 2007: efetiva implementagao da 
estrutura de gerenciamento de risco operacional, incluindo os itens 
previstos no art. 3°, incises Ill a VII. 
Paragrafo unico. As definig6es mencionadas nos incises I e 
II deverao ser aprovadas pela diretoria das instituig6es de que trata 
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o art. 1 o e pelo conselho de administra<;ao, se houver, dentro dos 
prazos estipulados. 
Art. 10. 0 Banco Central do Brasil poderct 
I - determinar a ado<;ao de controles adicionais, nos casos 
de inadequa<;ao ou insuficiencia dos controles do risco operacional 
implementados pel as institui<;6es mencionadas no art. 1 °; 
II - imputar limites operacionais mais restritivos a 
institui<;ao que deixar de observar, no prazo estabelecido, a 
determina<;ao de que trata o inciso I. 
Art. 11 . Esta resolu<;ao entra em vigor na data de sua 
publica<;ao. 
Brasflia, 29 de junho de 2006. 




Comunica os procedimentos para a 
implementa<;ao da nova estrutura 
de capital - Basileia II. 
A Diretoria Colegiada do Banco Central do Brasil, em sessao 
realizada em 08 de dezembro de 2004, tendo em conta as recomenda<;6es 
do Comite de Supervisao Bancaria de Basileia (Comite) contidas no 
documento "Convergencia lnternacional de Mensura<;ao e Padr6es de 
Capital: Uma Estrutura Revisada" (Basileia II), que trata do 
estabelecimento de criterios mais adequados ao nfvel de riscos 
associados as opera<;6es conduzidas pelas institui<;6es financeiras 
para fins de requerimento de capital regulamentar, e objetivando 
observar tais diretrizes, adaptadas as condi<;6es, peculiaridades e 
estagio de desenvolvimento do mercado brasileiro, decidiu adotar os 
seguintes procedimentos para a implementa<;ao de Basileia II, 
ressaltando que as recomenda<;6es contidas no Pilar 2 (Processes de 
Supervisao) e no Pilar 3 (Transparencia e Disciplina de Mercado) 
serao aplicadas a todas as institui<;6es do Sistema Financeiro 
Nacional (SFN). 
2. Quanta as diretrizes para requerimento de capital para fazer 
face ao risco de credito, estabelecidas no Pilar 1 de Basileia II: 
I - o Banco Central do Brasil nao utilizara ratings 
divulgados pelas agencias externas de classifica<;ao de risco de 
credito para fins de apura<;ao do requerimento de capital; 
II - devera ser aplicada a maioria das institui<;6es 
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financeiras a abordagem padrao simplificada, que consiste em urn 
aprimoramento da abordagem atual mediante a incorpora<;ao de elementos 
que, a exemplo dos instrumentos especfficos para mitiga<;ao de risco 
de credito, possibilitem uma melhor adequa<;ao do requerimento de 
capital as caracterfsticas das exposi<;5es, considerando as demandas 
do Banco Central do Brasil relativamente a suas atribui<;5es de 6rgao 
supervisor e a melhor aloca<;ao de recursos pelas institui<;5es 
financeiras menores, com a consequents revisao dos fatores de 
pondera<;ao de risco de credito determinados pela tabela anexa a 
Resolu<;ao 2.099, de 17 de agosto de 1994; 
Ill - as institui<;5es de maior porte, com atua<;ao 
internacional e participa<;ao significativa no SFN, sera facultada a 
utiliza<;ao de abordagem avan<;ada, com base em sistema interne de 
classifica<;ao de risco, ap6s perfodo de transi<;ao, a ser estabelecido 
pelo Banco Central do Brasil, em que devera ser adotada a abordagem 
padrao simplificada e, posteriormente, a abordagem fundamental (ou 
basica) de classifica<;ao interna de riscos 
3. Relativamente a nova parcela de requerimento de capital para 
cobrir riscos operacionais, prevista igualmente no Pilar 1, estao em 
andamento estudos e testes que auxiliarao o Banco Central do Brasil a 
identificar a melhor forma de aplica<;ao e a metodologia mais adequada 
ao SFN, sendo que a expectativa e de que as institui<;5es elegfveis a 
utiliza<;ao da abordagem avan<;ada, com base em sistema interne de 
classifica<;ao de risco de credito, se tornem elegfveis a utiliza<;ao 
de abordagens avan<;adas de mensura<;ao do risco operacional. 
4. Em complementa<;ao, para a total aplica<;ao das recomenda<;5es 
contidas na Emenda ao Acordo de Basileia de 1988, publicada em 1996, 
que nao foi alterada por Basileia II, os requerimentos de capital 
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para risco de mercado serao expandidos para incluir as expos1<;oes 
ainda nao contempladas e permitida a utiliza<;ao de modelos internos 
para as institui<;6es que cumprirem os criterios de elegibilidade a 
serem divulgados. 
5. As regras e criterios referentes a implementa<;ao de Basileia 
II serao os mesmos para institui<;6es de capital nacional ou 
estrangeiro. Nesse sentido, os requisitos e exig€mcias para valida<;ao 
de sistemas internos de classifica<;ao de risco de credito, risco de 
mercado e risco operacional, serao os mesmos para todas as 
institui<;6es que operem no Brasil. 
6. Assim, o Banco Central do Brasil devera proceder a 
implementa<;ao da nova estrutura de acordo com o seguinte 
planejamento, ressaltando que, apesar de as a<;6es aqui descritas 
voltarem-se primordialmente ao Pilar 1, a cada uma corresponderao 
a<;6es equivalentes no ambito do Pilar 2 (Processos de Supervisao) e 
Pilar 3 (Transparencia e Disciplina de Mercado): 
I - ate o final de 2005: revisao dos requerimentos de 
capital para risco de credito para ado<;ao da abordagem simplificada e 
introdu<;ao de parcelas de requerimento de capital para risco de 
mercado ainda nao contempladas pela regulamenta<;ao, bern como o 
desenvolvimento de estudos de impacto junto ao mercado para as 
abordagens mais simples previstas em Basileia II para risco 
operacional; 
II - ate o final de 2007: estabelecimento dos criterios de 
elegibilidade para ado<;ao de modelos internos para risco de mercado e 
planejamento de valida<;ao desses modelos, estabelecimento dos 
criterios de elegibilidade para a implementa<;ao da abordagem baseada 
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em classificag6es internas para risco de credito e estabelecimento de 
parcela de requerimento de capital para risco operacional (abordagem 
do indicador basico ou abordagem padronizada alternativa); 
Ill- 2008-2009: validagao de modelos internos para risco de 
mercado, estabelecimento de cronograma de validagao da abordagem 
baseada em classificag6es internas para risco de credito (fundamental 
ou basica), infcio do processo de validagao dos sistemas de 
classificagao interna para risco de credito e divulgagao dos 
criterios para reconhecimento de modelos internos para risco 
operacional; 
IV - 2009-2010: validagao dos sistemas de classificagao 
interna pela abordagem avangada para risco de credito e 
estabelecimento de cronograma de validagao para abordagem avangada de 
risco operacional; 
V - 2010-2011: validagao de metodologias internas de 
apuragao de requerimento de capital para risco operacional. 
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COMUNICADO 16.137 
Comunica os procedimentos para a 
implementa<1ao da nova estrutura de 
capital - Basileia II. 
A Diretoria Colegiada do Banco Central do Brasil, tendo em 
conta as recomenda<16es do Comite de Supervisao Bancaria de Basileia 
contidas no documento "Convergencia lnternacional de Mensura<1ao e 
Padroes de Capital: Uma Estrutura Revisada" (Basileia II), que trata 
do estabelecimento de criterios mais adequados ao nfvel de riscos 
associados as opera<16es conduzidas pelas institui<16es financeiras 
para fins de requerimento de capital regulamentar, e objetivando 
observar tais recomenda<16es, adaptadas as condi<16es, as 
peculiaridades e ao estagio de desenvolvimento do mercado brasileiro, 
divulgou o Comunicado no 12.746, de 9 de dezembro de 2004, contendo 
as diretrizes e cronograma para a implementa<1ao de Basileia II. 
2. Como resultado das audiencias publicas realizadas durante 
esse perfodo e dos trabalhos desenvolvidos pelas institui<16es 
financeiras no sentido de implanta<1ao de sistemas e controles, e em 
consequencia do disposto na Resolu<1ao no 3.490, de 29 de agosto de 
2007, o Banco Central do Brasil decidiu ajustar o cronograma 
divulgado pelo Comunicado no 12.7 46, de 2004, salientando que 
permanecem validas as diretrizes para implementa<1ao de Basileia II 
dispostas no referido comunicado. 
3. Assim, o Banco Central do Brasil devera proceder as fases 
seguintes da implementa<1ao da nova estrutura de acordo com o seguinte 
planejamento, ressaltando que, apesar de as a<16es aqui descritas 
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voltarem-se primordialmente ao Pilar 1, a cada uma corresponderao 
a<;6es equivalentes no ambito do Pilar 2 (Processos de Supervisao) e 
Pilar 3 (Transparencia e Disciplina de Mercado): 
I - ate o final de 2007: estabelecimento de parcela de 
requerimento de capital para risco operacional; 
II- ate o final de 2008: estabelecimento dos criterios de 
elegibilidade para ado<;ao de modelos internos para apura<;ao do 
requerimento de capital para risco de mercado; divulga<;ao do processo 
de solicita<;ao de autoriza<_;ao para uso de modelos internos para 
apura<;ao do requerimento de capital para risco de mercado; 
implementa<;ao de estrutura para gerenciamento do risco de credito; e 
divulga<;ao dos pontos-chave necessarios para formata<;ao de base de 
dados para sistemas internos para apura<;ao de requerimento de capital 
para risco de credito; 
Ill -ate o final de 2009: infcio do processo de autoriza<;ao 
para uso de modelos internos para apura<;ao do requerimento de capital 
para risco de mercado; estabelecimento dos criterios de elegibilidade 
para a implementa<_;ao da abordagem baseada em classifica<;6es internas 
para apura<;ao de requerimento de capital para risco de credito; 
divulga<_;ao do processo de solicita<;ao de autoriza<;ao para uso da 
abordagem baseada em classifica<_;6es internas para apura<;ao de 
requerimento de capital para risco de credito; e divulga<_;ao dos 
pontos-chave para modelos internos de apura<;ao de requerimento de 
capital para risco operacional; 
IV- ate o final de 2010: infcio do processo de autoriza<_;ao 
para uso da abordagem basica baseada em classifica<;6es internas para 
apura<;ao de requerimento de capital para risco de credito; 
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V - ate o final de 2011: infcio do processo de autorizagao 
para uso da abordagem avangada baseada em classificag6es internas 
para apuragao de requerimento de capital para risco de credito; 
estabelecimento dos criterios de elegibilidade para adogao de modelos 
internos de apuragao de requerimento de capital para risco 
operacional; e divulgagao do processo de solicitagao de autorizagao 
para uso de modelos internos de apuragao de requerimento de capital 
para risco operacional; 
VI - ate o final de 2012: infcio do processo de autorizagao 
para uso de modelos internos de apuragao de requerimento de capital 
para risco operacional. 
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