

















































































La protecció de dades de caràcter personal es basa en protegir la intimitat i la                             
privacitat de les persones.  
La intimitat ve definida per l’article 18 de la Constitució Espanyola, fa referència a l’àmbit                             
més reservat de les persones, el que s’ha de mantenir allunyat de la resta de persones. 
La privacitat es podria entendre com aquell àmbit de la vida que es té dret a protegir de                                   
qualsevol intromissió aliena. 
Pel que fa a dades de caràcter personal ens referim a aquella informació sobre una persona                               
física que pot ser identificada o identificable. La persona física seria aquella que la seva                             
identitat es pugui identificar, com per exemple nom, número d’identificació, identitat física,                       
genètica, etc. 
 
Pel que fa el marc jurídic l’any 2000, va entrar en vigor la Llei Orgànica de Protecció                                 
de Dades de Caràcter Personal o com més es coneix LOPD, és la norma que regula a                                 
Espanya la protecció de dades de caràcter personal, és a dir totes aquelles dades que fan                               
referencia a identificar una persona física, com pot ser el nom, cognoms, DNI, direcció, etc.                             
A part aquesta llei també regula la manera la qual s’ha de recollir i tractar aquesta                               
informació. 
 
Aquesta llei és de l’any 1999 per això actualment hi ha mancances d’elements                         
reguladors pel que fa a la protecció de les dades a Internet. Aquesta és una eina bàsica i                                   
imprescindible avui en dia, tothom a totes hores la fa servir, sigui per motius d’oci o laborals.  
Per aquest motiu es transfereixen un gran volum de dades entre els usuaris i els servidors                               
els quals emmagatzemen tota aquesta informació. 
 
La LOPD en aquest aspecte ha quedat enrederida, però a la Unió Europea ​ha estat                             
treballant en aquest aspecte, per aconseguir una protecció de dades actualitzada en el                         
“món” d’Internet, per així aconseguir protegir les dades de les persones usuàries, de la                           
millor manera possible, i avui dia d’avui aquest Reglament ja està publicat en el BOUE                             
(Butlletí Oficial de la Unió Europea, d’ara endavant). 
 
En aquest treball es tractarà la Llei Orgànica de protecció de dades Espanyola i la                             
corresponent Europea, ja que a Europa s’ha portat a terme una modificació de les Directives                             
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 sobre protecció de dates i actualment ja s’ha aprovat i publicat en el BOUE, que està                               
adaptada a la protecció de les dades de les persones usuàries a l’àmbit d’Internet.  
Així com s’enfocarà la protecció de dades com a un dret fonamental i el dret a l’oblit. 
El cos central del treball es basarà a descriure els drets que tenen la població davant de la                                   
llei pel que fa a seves dades basant­se en la llei i que poden fer en cas de veure’s vulnerats                                       
aquests drets, pel que fa a l’àmbit d’Internet. 
Les polítiques sobre cookies que des de fa un temps ens surten en els navegadors, se                               
cercarà sobre aquest tema per si el fet d’acceptar aquesta política afecta realment a les                             
dades dels usuaris. 
Per últim quines eines pot utilitzar el ciutadà per exercir el seu dret a l’oblit a Internet. A més                                     
s’utilitzaran casos reals de persones a les quals els seus drets han estat vulnerats a Internet                               
i quin ha estat el resultat després d’haver fet ús del seu dret a la protecció de dades. 
 
He escollit aquest treball perquè crec que és un tema interessant i d'actualitat, ja que                             
no coneixement realment com es gestionen les nostres dades, ni qui ho fa, on es porten i                                 
emmagatzemen. També es vol conèixer quina és la normativa d'aplicació per a les nostres                           
dades de caràcter personal, sobre qui podem exercir els nostres drets i com fer­ho. 
A més poder saber quin són els drets que tenen les persones usuàries en l'àmbit d'internet                               
per a poder fer­ne ús d'aquests drets mentre s'utilitza aquesta eina. 




Conèixer els drets que té la ciutadania en l’àmbit de la protecció de les seves dades                               




1. Analitzar quins drets té la ciutadania en matèria de protecció de dades personals a                           
Internet. 
2. Avaluar l’adequació la nova reforma de la Unió Europea de la protecció de dades de                             
caràcter personal de l’any 2016, als drets i a les necessitats que té la societat per a                                 
la protecció de les seves dades personals; així com la normativa estatal. 
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 3. Conèixer que són les ​cookies ​i com actuen davant de les dades de les persones                             
usuàries a partir de guies sobre aquesta temàtica. 




La metodologia utilitzada en aquest treball és la recerca aplicada, és fan servir els                           
coneixements assolits per la ciència per aplicar­los en aquest treball. 
La informació que s'ha extret és de legislació Europea, a partir de Directives europees com                             
l'Europea 95/46/CE, del Parlamento Europeo y del Consejo, de 24 de octubre de 1995,                           
relativa a la protección de las personas físicas en lo que respecta al tratamiento de datos                               
personales y a la libre circulación de estos datos i la Directiva 2002/58/CE, del 12 de juliol                                 
de 2002, relativa al tratamiento de los datos personales y a la protección de la intimidad en                                 
el sector de las comunicaciones electrónicas, a més del nou Reglament europeu 2016/679,                         
del Parlamento Europeo y del Consejo de 27 de abril de 2016, relativo a la protección de las                                   
personas físicas en lo que respecta al tratamiento de datos personales y a la libre                             
circulación de estos datos y por el que se deroga la Directiva 95/46/CE (Reglamento general                             
de protección de datos), l'Espanyola Llei orgànica 15/1999, de 13 de desembre, de                         
protecció de dades de caràcter personal, el Reial Decret 1720/2007, de 21 de desembre, pel                             
qual s'aprova el Reglament de desplegament de la Llei Orgànica 15/1999, de 13 de                           
desembre, de protecció de dades de caràcter personal i per què fa a la legislació catalana,                               
amb l'Estatut d'Autonomia de Catalunya. 
El treball s'estructura en diferents parts, una introducció que presenta el tema que es                           
desenvoluparà, una mica d'història de com Espanya passa a ser un país del continent                           
Europeu a formar part de la Comunitat Europea amb altres països i com això afecta les                               
normatives del país. Dins d'aquest punt es tracten les diferents Directives europees i el                           
Reglament anteriorment citats. A més de la Llei orgànica de protecció de dades de caràcter                             
personal i el respectiu Reial Decret. El següent punt tractat és el cos del treball, es tracten                                 
els temes dels drets de la població en l'àmbit d'internet i es fa agafant de referència la Carta                                   
dels drets humans, en aquest punt també es fa una referència a les Cookies i al Big data per                                     
tenir una referència de l'ús que li donen les empreses a les nostres dades i amb quina                                 







L'any 1985, Espanya va entrar a la Unió Europea i això va comportar que les lleis                               
que estaven en vigor a Espanya, s'havien d'adaptar a la nova normativa europea. 
Per una part hi havia el dret comunitari originari, que és el dret de la Unió Europea, que té                                     
primacia sobre el dret nacional per així conservar una hegemonia entre els estats que hi                             
formen part, incorpora els tractats d'adhesió dels Estats membres que s'hi van incorporar a                           
la Comunitat Europea (CE, d'ara endavant). 
 
D'altra banda el dret comunitari derivat, és el conjunt de disposicions comunitàries                       
que duen a terme les institucions. Els actes que formen part del dret derivat són les que                                 
sorgeixen de les institucions comunitàries que són, els reglaments, directives, recomanació,                     
dictàmens, d'entre d'altres. 
Ja que Espanya formava part de la CE va haver d'adaptar la seva legislació a les noves                                 
directives que establia el dret comunitari del qual depèn. 
 
L'any 1999, catorze anys després de l'entrada a la CE, el 13 de juny d'aquell any, es                                 
va aprovar la Llei Orgànica de Protecció de Dades de caràcter personal (LOPD d'ara                           
endavant), la qual va entrar en vigor el 14 de gener de l'any 2000, aconseguint així                               
adaptar­se a la directiva Europea 95/46/CE, del Parlamento Europeo y del Consejo, de 24                           
de octubre de 1995, relativa a la protección de las personas físicas en lo que respecta al                                 
tratamiento de datos personales y a la libre circulación de estos datos. 
A més també s'ha aprovat la Directiva 2002/58/CE, del 12 de juliol de 2002, relativa al                               
tratamiento de los datos personales y a la protección de la intimidad en el sector de las                                 
comunicaciones electrónicas i el Reglament 2016/679, del Parlamento Europeo y del                     
Consejo de 27 de abril de 2016, relativo a la protección de las personas físicas en lo que                                   
respecta al tratamiento de datos personales y a la libre circulación de estos datos y por el                                 
que se deroga la Directiva 95/46/CE (Reglamento general de protección de datos). 
 
La finalitat d'aquesta directiva és poder establir un marc regulador pel qual fa                         




Amb aquesta directiva es dicten uns límits pel que fa a la recollida de les dades de                                 
caràcter personal, a més que cada estat membre ha de disposar d'un organisme nacional                           
independent que s'encarregui de duu a terme el tractament de dades de caràcter personal. 
A Espanya hi ha la Agencia Española de Protección de Datos i a Catalunya hi ha l'Autoritat                                 
Catalana de Protecció de Dades. 
 
Segons l'establert en l'article 16 del Tractat de Funcionament de la Unió Europea                         
(TFUE, d'ara endavant), diu que tota persona té dret a protegir les seves dades de caràcter                               
personal, és a dir que totes les persones han de disposar de mecanismes per a poder                               
protegir aquestes dades, per tant tots els tractaments de dades han de ser lícits i legals, els                                 








2.2.1 Directiva 2002/58/CE del Parlamento Europeo y del Consejo de 12 de                       
julio de 2002, relativa al tratamiento de los datos personales y a la protección                           
de la intimidad en el sector de las comunicaciones electrónicas 
 
L'any 2002 va entrar en vigor la directiva 2002/58/CE del Parlamento Europeo y del                           
Consejo de 12 de julio de 2002, relativa al tratamiento de los datos personales y a la                                 
protección de la intimidad en el sector de las comunicaciones electrónicas. Basant­se en la                           
directiva 95/46/CE, que s'ha comentat al principi del treball, aquesta directiva estava basada                         
en la protecció de dades de les persones físiques pel que fa al tractament de les seves                                 






 membres havien de garantir els drets i llibertats de les persones pel que fa al tractament de                                 
les seves dades personals. 
Aquesta nova directiva la 2002/58/CE, a més de regular el anterior esmentat, afegeix                         
que es pugui garantir el compliment dels drets fonamentals basant­se en la Carta dels Drets                             
Fonamentals de la Unió Europea, però actualment aquests preceptes poden quedar                     
obsolets, ja que amb Internet les formes de comunicació a les xarxes públiques està creant                             
necessitats que no estan regulades a les directives pel que fa a la protecció de dades. 
Internet està creant un món nou per a les persones usuàries, però alhora també està fent                               
que les seves dades i la seva intimitat es vegin més vulnerades. Això el que comporta és                                 
que s'hagin d'elaborar noves disposicions legals i reglamentàries específiques per a regular                       
aquest camp i alhora poder protegir els drets i llibertats fonamentals de les persones que fan                               
servir aquesta eina. 
La directiva 2002/58/CE el que fa és entrar més en profunditat a més de completar l'anterior                               
Directiva la 95/46/CE. 
Les persones usuàries que tinguin accés als serveis han d'estar completament                     
informades per la persona encarregada de proveir, dels riscos per a la seguretat, per                           
exemple les empreses proveïdores que ofereixen serveis de comunicació electrònics que                     
estan a l'abast del públic a través d'Internet han d'informar a les persones usuàries de les                               
mesures oportunes que s'adoptaran per a protegir la seguretat de les seves comunicacions                         




“​El proveedor de un servicio de comunicaciones electrónicas disponible para el                       
público deberá adoptar las medidas técnicas y de gestión adecuadas para preservar la                         
seguridad de sus servicios, de ser necesario en colaboración con el proveedor de la red                             
pública de comunicaciones por lo que respecta a la seguridad de la red.  









 Els equips i la informació emmagatzemada de les persones usuàries de les xarxes                         
de comunicació electrònica, pertany a la seva vida privada i aquesta informació                       
especialment s'ha de protegir d'acord amb el Conveni Europeu per a la Protecció dels Drets                             
Humans i de les Llibertats Fonamentals. 
S'han d'adoptar mesures per a evitar l'accés sense autorització a les comunicacions,                       
a les dades personals, a les converses... Perquè es pugui protegir la confidencialitat                         




“​Los Estados miembros garantizarán, a través de la legislación nacional, la                     
confidencialidad de las comunicaciones, y de los datos de tráfico asociados a ellas,                         
realizadas a través de las redes públicas de comunicaciones y de los servicios de                           
comunicaciones electrónicas disponibles al público​”  3
 
Com s'ha comentat anteriorment les cookies que en la Directiva del 2002/58/CE les                         
regula com a "espietes" i fa una petita referencia pel que fa al seu funcionament i la seva                                   
finalitat, per la qual poden analitzar la publicitat d'un lloc web i poden verificar la identitat de                                 
les persones usuàries. 
Quan la finalitat de les cookies sigui la de facilitar el subministrament de serveis, per                             
exemple, s'ha d'autoritzar el seu ús a canvi de què es faciliti a les persones usuàries una                                 
informació clara i precisa al respecte. 
Conforme amb la Directiva 95/46/CE, perquè la persona usuària estigui informada                     
degudament de la informació que està introduint a l'equip té la possibilitat d'impedir que                           
aquesta informació no s'emmagatzemi al seu equip o dispositiu. 
Quan s'acaba la transferència de dades, les dades s'hauran d'eliminar excepte quan sigui                         
necessari duu a terme una facturació depenent del tipus de comunicació que s'exerceixi.                         
Aquests sistemes de subministrament de serveis de comunicacions electròniques han                   









 Pel que fa als "programes espia" (spyware), web bugs, identificadors ocults i altres                         
dispositius que puguin entrar dins de l'equip de la persona usuària sense el seu                           
consentiment, ja que poden accedir a la informació amagada i rastrejar les activitats de                           
l'usuari o usuària, això comporta una greu vulneració de la seva intimitat. 
 
2.2.2 Reglament 2016/679,del Parlamento Europeo y del Consejo de 27 de                     
abril de 2016, relativo a la protección de las personas físicas en lo que                           
respecta al tratamiento de datos personales y a la libre circulación de estos                         
datos y por el que se deroga la Directiva 95/46/CE (Reglamento general de                         
protección de datos) 
 
Amb la velocitat que ha evolucionat la tecnologia han fet que la quantitat de dades                             
recollides, emmagatzemades i transferides hagi augmentat de manera significativa, fet que                     
les persones físiques transmeten un volum cada vegada més elevat d'informació personal a                         
escala mundial. 
La tecnologia ha transformat la vida social i l'economia i ha facilitat la lliure circulació                             
de dades personals dins de la Unió Europea, a més de la transferència de dades a tercers                                 
països i organitzacions internacionals, això comporta que es necessiti una regulació més                       
solida i coherent amb la protecció de dades a la Unió Europea. 
 
El dia 14 d'abril de 2016, va ser aprovat en el Parlament europeu un nou Reglament                               
en matèria de protecció de dades en l'àmbit d'Internet. Aquesta reforma arriba després de                           
quatre anys de reforma i que substitueix la Directiva del 1995. 
Va entrar en vigor el dia 5 de maig de 2016 amb la seva publicació al Diari Oficial de                                     
la Unió Europea (DOUE), però no serà aplicable fins al dia 25 de maig de 2016 i la seva                                     
disposició serà d'aplicació directa en tots els estats membres dos anys després, a més amb                             
aquest Reglament es deroga la Directiva del 1995, que fins al 2016 ha està vigent. 
 
La finalitat d'aquest nou Reglament és donar a la ciutadania més control sobre la                           
seva informació privada en l'àmbit de la telefonia mòbil, xarxes socials, banc per Internet i                             
transferències globals, a més la de regular la protecció de dades personals de les persones                             
físiques, també el trànsit d'aquestes dades, tant dins com a fora de la Unió Europea. 
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 S'estableixen uns principis i normes de la protecció de les persones físiques pel que                           
fa al tractament de les seves dades de caràcter personal i que han de respectar les llibertats                                 
i drets fonamentals indiferentment de la seva nacionalitat o residencia. 
 
En el nou Reglament 2016/679 alguns punts tractats són; el dret a l'oblit, la                           
necessitat de consentiment clar i afirmatiu de la persona al tractament de les seves dades                             
personals, la portabilitat o el dret a traslladar les dades a un altre proveïdor de serveis, el                                 
dret a saber si les dades personals han estat piratejades, clàusules de privacitat més clares                             
i comprensibles, entre d'altres. 
Es tracten temes que ja estaven tractats i n'afegeix de nous, com són la protecció de                               
dades des del disseny, article 25 del Reglament, es refereix a què el disseny de les                               
aplicacions que tractin dades personals, han de complir amb la privacitat d'aquests. 
 
Pel que fa als drets de la ciutadania, com s'han comentat els drets ARCO a                             
Espanya, que són els drets d'accés, rectificació, consentiment i oposició, amb el nou                         
Reglament passant.a ser drets de transparència, informació, accés, rectificació, supressió o                     






“​El responsable del tratamiento tomará las medidas oportunas para facilitar al                     
interesado toda información indicada en los artículos 13 y 14, así como cualquier                         
comunicación con arreglo a los artículos 15 a 22 y 34 relativa al tratamiento, en forma                               
concisa, transparente, inteligible y de fácil acceso, con un lenguaje claro y sencillo, en                           
particular cualquier información dirigida específicamente a un niño. La información será                     
facilitada por escrito o por otros medios, inclusive, si procede, por medios electrónicos.                         











El responsable del tractament dels fitxers sempre serà l’encarregat de vetllar per al correcte                           
funcionament de les dades que estan sota el seu càrrec. Si l’interessat demana exercir els                             
seus drets per accedir a la informació sobre les seves dades, el responsable no es podrà                               
negar a què hi pugui accedir a excepció de què si el responsable té dubtes sobre la identitat                                   
de l’interessat, no li deixarà exercir els seus drets, en aquests casos el responsable pot                             
demanar informació addicional de l’interessat per a confirmar la seva identitat. 
 





“Cuando se obtengan de un interesado datos personales relativos a él, el                       
responsable del tratamiento, en el momento en que estos se obtengan, le facilitará toda la                             
información indicada a continuación:  
a) la identidad y los datos de contacto del responsable y, en su caso, de su                               
representante;  
b) los datos de contacto del delegado de protección de datos, en su caso;  
c) los fines del tratamiento a que se destinan los datos personales y la base                             
jurídica del tratamiento; L 119/40 ES Diario Oficial de la Unión Europea 4.5.2016  
d) cuando el tratamiento se base en el artículo 6, apartado 1, letra f), los intereses                               
legítimos del responsable o de un tercero;  
e) los destinatarios o las categorías de destinatarios de los datos personales, en                         
su caso;  
f) en su caso, la intención del responsable de transferir datos personales a un                           
tercer país u organización internacional y la existencia o ausencia de una decisión de                           
adecuación de la Comisión, o, en el caso de las transferencias indicadas en los artículos                             
46 o 47 o el artículo 49, apartado 1, párrafo segundo, referencia a las garantías                             










A part de tota aquesta informació que pot ser demanada a l'interessat per part del                             
responsable del fitxer, aquest facilitarà a l'interessat en el moment en què s'obtinguin les                           





“a) el plazo durante el cual se conservarán los datos personales o, cuando no sea                             
posible, los criterios utilizados para determinar este plazo;  
b) la existencia del derecho a solicitar al responsable del tratamiento el acceso a                           
los datos personales relativos al interesado, y su rectificación o supresión, o la limitación                           
de su tratamiento, o a oponerse al tratamiento, así como el derecho a la portabilidad de                               
los datos;  
c) cuando el tratamiento esté basado en el artículo 6, apartado 1, letra a), o el                               
artículo 9, apartado 2, letra a), la existencia del derecho a retirar el consentimiento en                             
cualquier momento, sin que ello afecte a la licitud del tratamiento basado en el                           
consentimiento previo a su retirada;  
d) el derecho a presentar una reclamación ante una autoridad de control;  
e) si la comunicación de datos personales es un requisito legal o contractual, o un                             
requisito necesario para suscribir un contrato, y si el interesado está obligado a facilitar                           
los datos personales y está informado de las posibles consecuencias de que no facilitar                           
tales datos;  
f) la existencia de decisiones automatizas, incluida la elaboración de perfiles, a                       
que se refiere el artículo 22, apartados 1 y 4, y, al menos en tales casos, información                                 
significativa sobre la lógica aplicada, así como la importancia y las consecuencias                       
previstas de dicho tratamiento para el interesado”.  6
 
El dret d''accés està regulat a l'article 15 del Reglament europeu, dicta que                         











“El interesado tendrá derecho a obtener del responsable del tratamiento                   




c) los destinatarios o las categorías de destinatarios a los que se comunicaron o                           
serán comunicados los datos personales, en particular destinatarios en terceros u                     
organizaciones internacionales;  
d) de ser posible, el plazo previsto de conservación de los datos personales o, de                             
no ser posible, los criterios utilizados para determinar este plazo;  
e) la existencia del derecho a solicitar del responsable la rectificación o supresión                         
de datos personales o la limitación del tratamiento de datos personales relativos al                         
interesado, o a oponerse a dicho tratamiento;  
f) el derecho a presentar una reclamación ante una autoridad de control; 
g) cuando los datos personales no se hayan obtenido del interesado, cualquier                       
información disponible sobre su origen;  
h) la existencia de decisiones automatizadas, incluida la elaboración de perfiles, a                       
que se refiere el artículo 22, apartados 1 y 4, y, al menos en tales casos, información                                 
significativa sobre la lógica aplicada, así como la importancia y las consecuencias                       
previstas de dicho tratamiento para el interesado”.  7
 
















“El interesado tendrá derecho a obtener sin dilación indebida del responsable del                       
tratamiento la rectificación de los datos personales inexactos que le conciernan. Teniendo                       
en cuenta los fines del tratamiento, el interesado tendrá derecho a que se completen los                             
datos personales que sean incompletos, inclusive mediante una declaración adicional”.  8
 
La supressió o dret a l’oblit regulat a l’article 17, és potser la part més important en                                 




“El interesado tendrá derecho a obtener sin dilación indebida del responsable del                       
tratamiento la supresión de los datos personales que le conciernan, el cual estará                         
obligado a suprimir sin dilación indebida los datos personales cuando concurra alguna de                         
las circunstancias siguientes:  
a) los datos personales ya no sean necesarios en relación con los fines para los                             
que fueron recogidos o tratados de otro modo; 4.5.2016 ES Diario Oficial de la Unión                             
Europea L 119/43  
b) el interesado retire el consentimiento en que se basa el tratamiento de                         
conformidad con el artículo 6, apartado 1, letra a), o el artículo 9, apartado 2, letra a), y                                   
este no se base en otro fundamento jurídico;  
c) el interesado se oponga al tratamiento con arreglo al artículo 21, apartado 1, y                             
no prevalezcan otros motivos legítimos para el tratamiento, o el interesado se oponga al                           
tratamiento con arreglo al artículo 21, apartado 2;  
d) los datos personales hayan sido tratados ilícitamente;  
e) los datos personales deban suprimirse para el cumplimiento de una obligación                       









 f) los datos personales se hayan obtenido en relación con la oferta de servicios de                             
la sociedad de la información mencionados en el artículo 8, apartado 1”.  9
 
Quan concorrin alguna d’aquestes causes el responsable del tractament, estarà                   
obligat a suprimir les dades personals de l’interessat. En el cas que les dades personals                             
s’hagin fet públiques i l’interessat estigui obligat a eliminar aquestes dades, de conformitat                         
amb l’apartat 1 de l’article 17 del Reglament, el responsable del tractament haurà de fer el                               
possible per a eliminar aquestes dades,  tenint en compte els costos per a la realització. 
 




“El interesado tendrá derecho a obtener del responsable del tratamiento la                     
limitación del tratamiento de los datos cuando se cumpla alguna de las condiciones                         
siguientes:  
a) el interesado impugne la exactitud de los datos personales, durante un plazo                         
que permita al responsable verificar la exactitud de los mismos;  
b) el tratamiento sea ilícito y el interesado se oponga a la supresión de los datos                               
personales y solicite en su lugar la limitación de su uso;  
c) el responsable ya no necesite los datos personales para los fines del                         
tratamiento, pero el interesado los necesite para la formulación, el ejercicio o la defensa                           
de reclamaciones;  
d) el interesado se haya opuesto al tratamiento en virtud del artículo 21, apartado                           
















 L’últim dret incorporat en aquest nou Reglament, és el de portabilitat de dades                         
personals, regulat en l’article 20, aquest dret es pot incorporar per exemple entre xarxes                           
socials o altres serveis electrònics,  
Artículo 20.1. Derecho a la portabilidad de los datos 
“El interesado tendrá derecho a recibir los datos personales que le incumban, que                         
haya facilitado a un responsable del tratamiento, en un formato estructurado, de uso                         
común y lectura mecánica, y a transmitirlos a otro responsable del tratamiento sin que lo                             
impida el responsable al que se los hubiera facilitado, cuando: 
a) el tratamiento esté basado en el consentimiento con arreglo al artículo 6,                         







“El interesado tendrá derecho a oponerse en cualquier momento, por motivos                     
relacionados con su situación particular, a que datos personales que le conciernan sean                         
objeto de un tratamiento basado en lo dispuesto en el artículo 6, apartado 1, letras e) o f),                                   
incluida la elaboración de perfiles sobre la base de dichas disposiciones. El responsable                         
del tratamiento dejará de tratar los datos personales, salvo que acredite motivos legítimos                         
imperiosos para el tratamiento que prevalezcan sobre los intereses, los derechos y las                         
libertades del interesado, o para la formulación, el ejercicio o la defensa de                         
reclamaciones”.  12
 
La Directiva 95/46/CE queda derogada pel Reglament 2016/679, a partir de la data                         














 d’estar ajustats al present Reglament en el termini de dos anys a partir de la data de la seva                                     
entrada en vigor. 
Com és un Reglament comunitari serà d’aplicabilitat directa i que pot comportar                       
alguns problemes de compatibilitat amb l’actual LOPD vigent a Espanya, però en principi no                           
hi hauria d’haver cap problema en aquest aspecte, ja que la LOPD podria regular aspectes                             
que el Reglament no prevegi, encara que la Agencia Española de Protección de Datos                           
podria veure’s afectada en aquest aspecte, perquè no queda clar quin serà el seu futur amb                               
l’aplicació d’aquest Reglament. 
 
2.3 Llei orgànica 15/1999, de 13 de desembre, de protecció de dades de                         
caràcter personal 
2.3.1 Què són les dades de caràcter personal? 
El fi que es vol aconseguir amb aquesta Llei orgànica és protegir la intimitat i els                               
drets fonamentals de les persones pel que fa referencia a les seves dades personals, la                             
intimitat personal, la seva vida privada, etc. Per això va ser creada la LOPD per aconseguir                               




​“Aquesta Llei orgànica té com a objecte garantir i protegir, pel que fa al tractament de                                 
les dades personals, les llibertats públiques i els drets fonamentals de les persones                         
físiques, i especialment del seu honor i la seva intimitat personal i familiar”.   13
 
La LOPD estableix les obligacions que han de complir les persones responsables                       
dels fitxers i els encarregats del tractament, tant en organismes públics com en privats, per                             
garantir el dret a la protecció de dades de caràcter personal. 
 
Per una part hi han les dades de caràcter personal, que són aquelles que a més de                                 
fer referència al nom i cognoms de la persona, també inclouen altres dades com el DNI,                               











amb aquest article la llei fa referencia, a què no només les dades personals puguin ser                               
objecte d'aquesta normativa sinó que també les dades que puguin identificar a una persona                           
concreta, és a dir quan la informació que tenim ens indica directament qui és la persona a la                                   
qual es refereix amb facilitat o també es podria arribar a saber de tal persona a través                                 
d'altres vies, que ens portarien a trobar a la persona que es busca. 
Per una altra part hi han dades especialment protegides que serien les que revelen                           
ideologia, afiliació sindical i creences d'una persona física i que només amb el seu                           
consentiment exprés i per escrit de la persona afectada poden ser objecte de tractament. 
A part hi han les dades que fan referencia a l'origen racial, salut i a la vida sexual,                                   
que només podran ser demanats en cas d'interès general, si així ho disposa una Llei o si la                                   
persona interessada ha donat el permís expressament. Per aquestes dades especialment                     
protegides s'estableixen en els articles 10 i 16.2 de la Constitució Espanyola a més de                             
l'article 7 de la LOPD: 
 




“​Queden prohibits els fitxers creats amb la finalitat exclusiva d’emmagatzemar                   
dades de caràcter personal que revelin la ideologia, l’afiliació sindical, la religió, les                         
creences, l’origen racial o ètnic, o la vida sexual”  15
 











“Les dades de caràcter personal que facin referència a l’origen racial, a la salut i a                               
la vida sexual només poden ser recollides, tractades i cedides quan, per raons d’interès                           
general, així ho disposi una llei o l’afectat hi consenti expressament.​”  16
 
Cada persona, entitat o empresa té la seva forma de guardar les dades obtingudes                           
de les persones tenint en compte la LOPD, per així protegir la intimitat i els drets                               
fonamentals de les persones. 
La forma més comuna de guardar les dades es en un fitxer, que es un suport on es                                   
troben emmagatzemats les dades de caràcter personal, en l'article 5.1.k del Reial Decret                         




“Fitxer: qualsevol conjunt organitzat de dades de caràcter personal, sigui quina                     
sigui la forma o la modalitat de creació, emmagatzematge, organització i accés.”  17
 
Així perquè hi hagi un fitxer només caldrà que existeixi un conjunt de dades de caràcter                               
personal per així poder accedir a les dades, ja sigui que l’emmagatzemen, l’organització i                           
l’accés a les dades es faci manual, a través de fitxers no automatitzats o per procediments                               
automatitzats a través de fitxers automatitzats. 
Sigui quin sigui el procediment d’emmagatzemen, organització i accés a les dades de                         
caràcter personal, la normativa estableix una diferència entre ambdós fitxers: 
­ En els fitxers automatitzats, estan inclosos els fitxers de dades personals que                       
emmagatzemin la informació en suport informàtic, és a dir en bases de dades,                         
arxius, etc. I es pot accedir a la informació utilitzant qualsevol tipus d’aplicació o                           
procediment informatitzat. 










“​Fitxer no automatitzat: qualsevol conjunt de dades de caràcter personal organitzat                     
de forma no automatitzada i estructurat conforme a criteris específics relatius a persones                         
físiques, que permetin accedir sense esforços desproporcionats a les seves dades                     
personals, tant si aquell és centralitzat, descentralitzat o repartit de forma funcional o                         
geogràfica”.  18
 
Els fitxers no automatitzats serien, els expedients de documents físics on s’han                       
estructurat de manera que es pugui localitzar cada expedient utilitzant un criteri identificatiu. 
 
La LOPD defineix uns rols bàsics per al control dels fitxers o tractaments del que                             




És l’entitat, persona o òrgan administratiu que decideix sobre la finalitat, el contingut i                           






“​Responsable del fitxer o el tractament: persona física o jurídica, de naturalesa                       
pública o privada, o òrgan administratiu, que decideixi sobre la finalitat, el contingut i l’ús                             
del tractament​”.  19
 
a qui recauen les principals obligacions establertes en la LOPD i depèn d’aquest per al                             
compliment de la Llei a la seva organització. La persona responsable haurà de: notificar els                             
fitxers davant el Registre de Protecció de Dades per procedir a la seva inscripció, s’ha                             








 compliment dels deures de seguretat i secret, informar els titulars de les dades de la                             
recollida d’aquestes, obtenir el consentiment per al tractament de les dades personals,                       
facilitar i garantir l’exercici dels drets ARCO, assegurar en les seves relacions amb tercers la                             
prestació de serveis complint amb la LOPD. 




La persona encarregada de gestionar el fitxer o tractament és la persona física o                           
jurídica, pública o privada, o òrgan administratiu que sola o juntament amb altres, tracti                           
dades de caràcter personal a compte de la persona responsable del fitxer, ja que existeix un                               
contracte de serveis en el qual està definit l’àmbit d’actuació i la prestació del servei, com                               






“Encarregat del tractament: la persona física o jurídica, l’autoritat pública, el servei                       
o qualsevol altre organisme que, sol o conjuntament amb altres, tracti dades personals                         
per compte del responsable del tractament”.  20
   
La persona encarregada està vinculada a la persona responsable, que tracta dades                       
sota la supervisió d’aquesta i només haurà de ser­hi quan una tercera persona manipuli                           
dades a càrrec de la persona responsable, aquesta tasca haurà de constar en un contracte                             
per escrit o en algun altre suport perquè es pugui acreditar la seva utilització i contingut,                               
establint expressament que la persona encarregada del tractament tractarà totes les dades                       
sota la responsabilitat de la persona responsable del fitxer. 
No es considera que la persona encarregada del fitxer, a la persona física que tingui                             










Per últim està la persona responsable de seguretat que és una o unes persones que                             





“Responsable de seguretat: persona o persones a les quals el responsable del                         
fitxer ha assignat formalment la funció de coordinar i controlar les mesures de seguretat                           
aplicables”.  21
 
Entre altres funcions la persona responsable de seguretat ha d’analitzar els informes                       
d’auditoria i portar a la persona responsable del fitxer les recomanacions i mesures                         





En el nou Reglament europeu s’introdueix una nova figura en la protecció de dades,                           
el delegat de la protecció de dades, escollit per al responsable i l’encarregat del tractament                             





a) informar y asesorar al responsable o al encargado del tratamiento y a los                           







 del presente Reglamento y de otras disposiciones de protección de datos de la Unión o                             
de los Estados miembros;  
b) supervisar el cumplimiento de lo dispuesto en el presente Reglamento, de otras                         
disposiciones de protección de datos de la Unión o de los Estados miembros y de las                               
políticas del responsable o del encargado del tratamiento en materia de protección de                         
datos personales, incluida la asignación de responsabilidades, la concienciación y                   
formación del personal que participa en las operaciones de tratamiento, y las auditorías                         
correspondientes;  
c) ofrecer el asesoramiento que se le solicite acerca de la evaluación de impacto                           
relativa a la protección de datos y supervisar su aplicación de conformidad con el artículo                             
35;  
d) cooperar con la autoridad de control;  
e) actuar como punto de contacto de la autoridad de control para cuestiones                         
relativas al tratamiento, incluida la consulta previa a que se refiere el artículo 36, y realizar                               
consultas, en su caso, sobre cualquier otro asunto”.  22
 
Cada document estarà ubicat en un suport en el qual conté les dades personals en                             
el que es pot identificar quin tipus de documentació conté el document, seran                         
emmagatzemats amb accés restringit i només hi podran accedir les persones amb                       
autorització. El personal el qual accedeixi a la documentació, està obligat a conèixer les                           




La LOPD indica que s'han d'adoptar les mesures pertinents per a garantir la                         
seguretat de les dades personals, per així evitar la seva pèrdua, accés no autoritzat, etc.                             

















“El responsable del fitxer i, si s’escau, l’encarregat del tractament han d’adoptar                       
les mesures de caràcter tècnic i organitzatiu necessàries que garanteixin la seguretat de                         
les dades de caràcter personal i n’evitin l’alteració, la pèrdua, el tractament o l’accés no                             
autoritzat, tenint en compte l’estat de la tecnologia, la naturalesa de les dades                         
emmagatzemades i els riscos a què estan exposats, tant si provenen de l’acció humana o                             
del medi físic o natural”.  23
 
Les mesures de seguretat estan catalogades en tres nivells: bàsic, mitjà i alt,                         
depenent de la informació tractada, aquestes mesures de seguretat vénen determinades pel                       
RLOPD i en el títol II de la LOPD, és a dir, els que es comprenen des de l'article 13 al 19,                                           
referent a impugnació de valoracions, dret a la consulta al Registre General de Protecció de                             
dades, drets d'accés, drets de rectificació i cancel∙lació, procediment d'oposició, tutela dels                       
drets i dret a indemnització. 
 




“1. Les funcions i obligacions de cadascun dels usuaris o perfils d’usuaris amb                         
accés a les dades de caràcter personal i als sistemes d’informació han d’estar clarament                           
definides i documentades en el document de seguretat. També s’han de definir les                         
funcions de control o autoritzacions delegades pel responsable del fitxer o tractament.  
2. El responsable del fitxer o tractament ha d’adoptar les mesures necessàries                       





 afectin l’exercici de les seves funcions així com les conseqüències en què pugui incórrer                           
en cas d’incompliment”.  24
 
Els fitxers que podrien formar part del nivell bàsic serien els que continguin dades sobre                             
ideologia, afiliació sindical, religió, creences, salut, origen racial o vida sexual, quan es tracti                           
de fitxers relatius a la salut, que faci referència al grau de discapacitat o la simple condició                                 
de discapacitat o invalidesa de la persona afectada, en cas d'entitats on les persones                           
afectades siguin membres o associats. 
 
Les de nivell mitjà vindran aplicades pels articles 95 al 100 RLOPD, les dades que poden                               
entrar dins del nivell mitjà serien les que provenen d'infraccions penals o administratives, de                           
les Administracions tributàries que es relacionin amb l'exercici de les seves potestats                       
tributàries, d'entitats financeres, d'entitats Gestores i Serveis Comuns de Seguretat Social, a                       





“A partir del nivell mitjà, els sistemes d’informació i instal∙lacions de tractament i                         
emmagatzematge de dades s’han de sotmetre, almenys cada dos anys, a una auditoria                         
interna o externa que verifiqui el compliment del present títol”.  25
 
A més els sistemes d’informació i instal∙lacions de tractament i emmagatzematge de                       
dades s’han de sotmetre, almenys cada dos anys, a una auditoria interna o externa. Els                             
informes els analitzarà el responsable de seguretat competent, que elevarà les conclusions                       
a la persona responsable del fitxer o tractament perquè dugui a terme les mesures                           
adequades i han de quedar a disposició de l’Agència Espanyola de Protecció de Dades o,                             












Per últim el nivell alt regulat a l’article 81.3 RLOPD, Les dades o tractaments de                             
seguretat de nivell alt s’hauran d’aplicar també les mesures de seguretat de nivell mitjà i                             
bàsic. En aquest nivell es catalogaran les dades i tractaments sobre ideologia, afiliació                         
sindical, religió, creences, origen racial, salut o vida sexual, dades que s’hagin extret per a                             




“A més de les mesures de nivell bàsic i mitjà, les mesures de nivell alt s’han                               
d’aplicar en els següents fitxers o tractaments de dades de caràcter personal:  
a) Els que es refereixin a dades d’ideologia, afiliació sindical, religió, creences,                       
origen racial, salut o vida sexual.  




Una vegada que s'han vist quin son els nivells de seguretat i el tipus de fitxers o                                 
tractaments, és important parlar dels rols que pot tenir el personal per a gestionar 
El personal només podrà accedir a les dades del fitxer quan sigui necessari per al                             
desenvolupament de les seves tasques, a més el responsable del fitxer haurà d'establir les                           




La persona responsable del fitxer, a part de garantir les mesures necessàries, haurà                         
de facilitar a les persones propietàries de les dades a exercir els drets ARCO, accés,                             
rectificació, cancel∙lació i oposició, mitjançant un procediment gratuït i senzill. 
Els drets ARCO, que són les sigles d’accés, rectificació, cancel∙lació i oposició, són                         







 Per obtenir les dades s’ha de dirigir directament a la persona que sigui responsable del fitxer                               
en el qual es trobin les dades personals. 
 




“L’interessat té dret a sol∙licitar i obtenir gratuïtament informació de les seves                       
dades de caràcter personal sotmeses a tractament, l’origen de les dades i les                         
comunicacions efectuades o que es prevegin fer”.   27
 
Aquest dret té la facultat de permetre a la persona usuària el fet de poder controlar                               
l'ús que s'està donant a les seves dades personals, a més pot saber si estan sent tractades i                                   
la seva finalitat, només podrà ser objecte de la consulta la persona que hi estigui                             
interessada en ella, dirigint­se a l'empresa o a l'organisme públic que disposa de les dades. 
En el contingut de l'accés es disposaran les dades de la persona afectada i el que                               
resulti de qualsevol elaboració o procés informàtic, així com l'origen de les dades,                         
s'especifica també els usos concrets i la finalitat per la qual es van emmagatzemar les                             
dades. Només es podrà sol∙licitar el dret d'accés en intervals no inferiors a dotze mesos,                             
excepte que hi hagi un interès legítim per fer­ho. 
 
El dret de rectificació, regulat en el RLOPD, en els articles del 31 al 33 a més regulat                                   
en l'article 16 de la LOPD: 
Article 16.2 Dret de rectificació i cancel∙lació 
“Han de ser rectificades o cancel∙lades, si s’escau, les dades de caràcter personal                         
el tractament de les quals no s’ajusti al que disposa aquesta Llei i, en particular, quan                               
aquestes dades siguin inexactes o incompletes”.  28
 
Aquest dret permet corregir errors, modificar les dades que siguin inexactes o                       








 de realitzar, a més s’haurà de facilitar la documentació que justifiqui el motiu de la sol∙licitud.                               
La persona responsable del fitxer resoldrà sobre la sol∙licitud en el termini màxim de deu                             
dies hàbils contant des de la petició de la sol∙licitud. 
 




“​Han de ser rectificades o cancel∙lades, si s’escau, les dades de caràcter personal                         
el tractament de les quals no s’ajusti al que disposa aquesta Llei i, en particular, quan                               
aquestes dades siguin inexactes o incompletes​”  29
.  
Aquest dret permet suprimir les dades que siguin inadequades o excessives, portant                       
la documentació que justifiqui tals fets, la cancel∙lació suposarà una un bloqueig de les                           
dades, aquestes quedaran reservades per a impedir el seu tractament, excepte en casos en                           
què es demanin per part de l'Administració pública, jutges i tribunals. Una vegada que acabi                             
el termini legal per a les responsabilitats legals, es procedirà a la supressió de les dades. 
Quan s'exerceixi aquest dret la persona interessada haurà de facilitar tota la                       
documentació que sigui necessària per a la cancel∙lació de les dades, portant els                         
documents que així ho estableixin. La persona responsable del fitxer resoldrà la petició en                           
un termini màxim de deu dies hàbils contant des de la recepció de la sol∙licitud. 
 
Per últim, el dret ​d’oposició,​regulat en el RLOPD, en els articles del 35 al 36 a més                                 
regulat en els articles 6.4, 17 i 30.4e de la LOPD, aquest dret permet que la ciutadania pugui                                   
exercir tal dret perquè el cessament o el tractament de les seves dades no es duguin a                                 
terme sense el seu consentiment. Excepte que hi hagi un motiu legítim i que una llei no dicti                                   
el contrari.  
 
En tots els casos la persona responsable del fitxer haurà de donar resposta a la                             
sol∙licitud de demanda de dades personals en el termini d'un mes des de la recepció de la                                 









Pel que fa a l’àmbit de Catalunya, la Generalitat de Catalunya té competència                         
executiva sobre la protecció de dades de caràcter personal, a més l’Estatut hi dedica uns                             




“​Totes les persones tenen dret a la protecció de les dades personals contingudes                         
en els fitxers que són competència de la Generalitat i tenen dret a accedir­hi,                           
examinar­les i obtenir­ne la correcció. Una autoritat independent, designada pel                   















Durant els darrers anys d’internet ha estat una eina imprescindible per a moltes de                           
les tasques que portem a terme, ja siguin de l’àmbit laboral com del familiar, el fem servir                                 
per a comprar complements, menjar, consultar informació bancària, etc. 
Les xarxes socials i els llocs web que visitem necessiten informació sobre nosaltres edat,                           
sexe, estudis, etc.  
Una vegada que s’han acceptat els termes i condicions, donem el nostre                       





En relación con el contenido con derechos de propiedad intelectual (contenido de PI),                         
como fotos y vídeos, nos otorgas específicamente el siguiente permiso, sujeto a tu                         
configuración de la privacidad y ​de las aplicaciones​: nos otorgas una licencia no                         
exclusiva, transferible, con posibilidad de ser subotorgada, libre de regalías y aplicable                       
globalmente para utilizar cualquier contenido de IP que publiques en Facebook o en                         
conexión con Facebook (licencia de PI). Esta licencia de PI finaliza cuando eliminas tu                           
contenido de PI o tu cuenta, a menos que el contenido se haya compartido con terceros y                                 
estos no lo hayan eliminado. 
 
La xarxa social s'atribueix una llicència d'ús mentre siguem usuaris del servei i per                           
tant pot utilitzar tot el que hi publiquem. Quan pugem una foto a Facebook, el servei té dret                                   
a fer­la servir. A més quan s'elimina una foto no desapareix de la xarxa social sinó que                                 
Facebook ho seguirà conservant en la seva base de dades. 
El sol fet de registrar­nos ens convertim en un "producte" per als anunciants de la                             




 nostra foto de perfil, el nostre nom o el nostre contingut per a la publicitat o algoritmes,                                 
d'aquesta forma utilitzen les nostres dades per a crear la publicitat que veiem. 
 
Si utilizas nuestras interfaces de creación de publicidad de autoservicio para crear, enviar                         
o entregar anuncios u otras actividades o contenido comerciales o patrocinados                     
(denominados de manera conjunta "interfaces de anuncios de autoservicio"), aceptas                   
nuestras ​Condiciones de anuncios de autoservicio​. Además, tus anuncios u otras                     
actividades o contenido comerciales o patrocinados ubicados en Facebook o en nuestra                       
red de editores deberán cumplir nuestras ​Políticas de publicidad​.  32
 
Al estar utilitzant aquesta xarxa social acceptem que les nostres dades estiguin                       
emmagatzemades als Estats Units i per tant s'aplica la legislació vigent en aquell país. Ja                             
que les lleis en aquest aspecte són més permissives. 
 
Una vegada que em acceptat les condicions, podem fer ús de la xarxa social, pàgina                             
web, etc. Tot això gratuïtament, però la realitat és què s'ha pagat un cost per aquest servei,                                 
és a dir, em "pagat" amb les nostres dades la gratuïtat del servei que ens estan oferint. 
 
Les dades que s'han introduït, seran processades i emmagatzemades fent així, que                       
es dugui a terme cada dia un elevat volum d'informació per part de les persones que                               
utilitzen internet, aquesta informació serà tractada per part de tercers, ja que s'ha donat el                             
consentiment en el moment d'acceptar les condicions, tota aquesta informació passa a ser                         
tractada per donar més suggeriments per a l'interès de la persona, el que es denomina ​Big                               
Data​, segons Mantelero Alessandro. 
Es tracta d’una forma de tractament de dades que va més enllà del simple fet                             
d’emmagatzemar­les, és el fet de recollir una massiva quantitat de dades de les persones                           
que estan utilitzant aquella pàgina web o xarxa social per als interessos de les empreses,                             
així es comercia amb les nostres dades. 
Les dades són transferides a tercers, aquests fan estudis de les preferències dels                         
usuaris i usuàries i aquestes són mostrades a través de publicitat a mesura que es “navega”                               






 Actualment s’està començant a introduir el “Internet of things” , és a dir,                       33
l’accessibilitat a les xarxes de comunicacions d’aparells i usuaris que proporcionen                     
informació en els diferents àmbits, les dades i informació que proporcioni a la persona                           







Internet és un dels pilars de l'economia actual, ja que la major part de la inversió que                                 
es fa a internet és la que fa referencia a la publicitat en línia i això es porta a terme, entre                                         
altres sistemes, a través de les Cookies. 
 
Les Cookies són un tipus de fitxer de text que s'emmagatzema en el navegador quan                             
es visita una pàgina web, la seva utilitat és recordar aquella persona que ha visitat aquell                               
lloc web, per quan torni a visitar­lo. Són eines que faciliten la navegació de la persona                               
usuària i ofereixen publicitat que està basada en les seves preferències de navegació. A                           
més estan presents pel que fa a la descarrega i l'emmagatzematge d'un arxiu, ja que és                               
dóna permís perquè es pugui accedir a la informació interna de l'ordinador o dispositiu, fent                             
així que l'entitat responsable de la instal∙lació pugui actualitzar­les i recuperar­les. 
D'aquesta forma mitjançant l'emmagatzematge i la recuperació de dades, com les                     











1. Depèn de l’entitat que gestioni l’equip o el domini on seran enviades i tracti les                             
dades: 
a. Pròpies: són les que s’envien al terminal de l’usuari o usuària, que és el                           
dispositiu que es descarrega la ​cookie ​i on la persona usuària accedeix al                         
servei, ja sigui un ordinador personal, un telèfon mòbil, una tablet… des d’un                         
equip o domini gestionat pel mateix editor des d’on es presta el servei. 
b. De tercers: són les que s’envien al terminal de l’usuari o usuària des d’un                           




a. De sessió: són les que estan destinades per a recuperar i emmagatzemar                       
informació mentre que l’usuari o usuària està a la pàgina web. 
b. Persistents: fan que les dades segueixen emmagatzemades en el terminal i                     




a. Tècniques: Permeten a l’usuari navegar a través d’una pàgina web,                   
plataforma o aplicació. 
b. Personalització: Permeten a l’usuari accedir al servei a través d’uns criteris                     
en el terminal de l’usuari o usuària, com per exemple l’idioma. 
c. D’anàlisi: Li permeten al responsable, el seguiment i l’anàlisi del                   
comportament dels usuaris o usuàries dels llocs web a què estan vinculades. 
d. Publicitaries: Gestionen, de la manera més eficient possible, els espais de                     
publicitat d’una pàgina web, aplicació o plataforma. 
e. Publicitat comportamental: Permeten la gestió d’una manera més eficaç                 
possible dels espais publicitaris que l’editor hagi inclòs en una pàgina web,                       
aplicació o plataforma. El que fan aquest tipus de ​cookies és emmagatzemar                       










L'article 22, de la Llei 34/2002, d'11 de juliol, de serveis de la societat de la                               
informació i de comerç electrònic (en endavant, LSSI), estableix que s'ha d'informar els                         




“Los prestadores de servicios podrán utilizar dispositivos de almacenamiento y                   
recuperación de datos en equipos terminales de los destinatarios, a condición de que los                           
mismos hayan dado su consentimiento después de que se les haya facilitado información                         
clara y completa sobre su utilización, en particular, sobre los fines del tratamiento de los                             
datos,  












 A més la informació sobre les cookies que es mostra a l'usuari o usuària perquè es                               
notifiqui el consentiment, haurà de ser el més complet possible per a permetre'ls conèixer la                             
finalitat d'aquestes. 
Una vegada donat el consentiment, s'haurà de mostrar, de forma accessible i                       
permanent la informació per a cancel∙lar­lo i eliminar les cookies. 
 
Google, per exemple, és un motor de cerca d'informació, disposa d'un apartat sobre                         
privacitat i condicions on explica com utilitza les cookies, on explica que aquest cercador                           
utilitza les cookies per a diverses finalitats, entre elles estan les de recordar les preferències                             
de SafeSearch, augmentar la rellevància d'anuncis que es veuen... 
També ens indica quin tipus de cookies fa servir aquest cercador que són les de                             
personalització, seguretat, tècniques, publicitat, estat de la sessió. 
 

























Després de veure com el Big Data i les Cookies afecten les nostres dades i quin és                                 
el seu ús per part de tercers, per això la ciutadania ha de saber quins són els seus drets                                     
respecte a aquest àmbit per a poder saber que se n'està fent de les seves dades, per això                                   
els drets serien: 
 
Han d'estar informats de la seva identitat, a més de tenir informació clara i completa                             
sobre les finalitats i les formes en què es tractaran les dades personals. 
S'han d'establir procediments que respectin la intimitat. Les polítiques de privacitat                     
és un bon exemple, ja que han de ser clares i oferir a l'usuari un fàcil accés per a poder                                       
configurar­les a la seva manera. 
Han d'estar informats i advertits davant els riscos cap a la seva intimitat quan                           
transfereixin dades a través de xarxes socials, a més d'oferir la recomanació de no publicar                             
imatges o informació d'altres persones sense el consentiment d'aquestes. 
En la pàgina inicial hauria d'haver­hi un enllaç que estigues relacionat amb una                         
oficina de reclamacions perquè la persona usuària estigues informada sobre la protecció de                         
dades. 
 
A partir del Conveni de drets humans de la Unió Europea, es pot fer una                             
reinterpretació per als drets que tenen els usuaris a internet, per així tenir una idea de com                                 





Tothom té dret a l’accés a Internet, hauria de ser assequible i no discriminatori.                           




 Internet ha de ser un mitjà per a què es pugui intercanviar informació lliurement i                             
sense discriminació però pot haver­hi una discriminació positiva per promoure l’equitat i la                         
diversitat en aquest àmbit. 
 




“Toda persona tiene los derechos y libertades proclamados en esta Declaración,                     
sin distinción alguna de raza, color, sexo, idioma, religión, opinión política o de cualquier                           
otra índole, origen nacional o social, posición económica, nacimiento o cualquier otra                       
condición…”  37
 
en l’àmbit d’Internet aquest dret estableix el dret d’accés, grups marginats com                       










totes les mesures de seguretat han d’estar orientades amb el dret, les normes internacionals                           
i els drets humans, per això les mesures de seguretat no poden regular una cosa en contra                                 
d’un dret humà. A Internet pel que fa el dret a llibertat i a la seguretat ha d’haver­hi una                                     














“​Todo individuo tiene derecho a la libertad de opinión y de expresión; este derecho                           
incluye el no ser molestado a causa de sus opiniones, el de investigar y recibir                             
informaciones y opiniones, y el de difundirlas, sin limitación de fronteras, por cualquier                         
medio de expresión​.”  39
 
La persona usuària té dret d’expressar­se a través d’Internet, a accedir a la informació i a                               
les opinions d’altres persones, a més de poder donar la teva opinió sobre política, religió i                               
altres temes, però sempre tenint en compte per part de l’usuari o usuària que duu a terme                                 









La persona usuària té dret a fer servir qualsevol lloc web, aplicació i altres vies, per a                                 
fer o mobilitzar grups socials o associacions, com també podria constituir sindicats i poder                           

























“​Nadie será objeto de injerencias arbitrarias en su vida privada, su familia, su                         
domicilio o su correspondencia, ni de ataques a su honra o a su reputación. Toda                             
persona tiene derecho a la protección de la ley contra tales injerencias o ataques​”  42
 
Per aquest motiu els estats han de fer complir la legalitat per a protegir la privacitat i                                 
les dades personals de les persones, que a la vegada no pot contradir una norma                             
internacional de drets humans i ha de fer que no es vulnerin els drets de la societat per part                                     
del mateix Estat o de les empreses privades. 
Per això les dades han de contenir un xifrat encriptat perquè es pugui comunicar de                             
forma segura, privada i anònima. 
 
Tal com cita l'article 12, més a dalt esmentat que també es pot aplicar a la protecció                                 
de dades, ja que les dades que proporciona la persona usuària estan en constant                           
tractament, com per exemple: amb l'ús de navegadors, correu electrònic, xarxes socials,                       
serveis que permeten emmagatzemar dades en el núvol... 
 
En qualsevol cas les dades personals només haurien d'utilitzar­se quan la llei així ho                           














Els nens i nenes també tenen els drets per a poder utilitzar internet, per contrapart els                               
responsables del menor, hauran de tenir un control sobre el contingut al qual es té accés. 
 
En aquest aspecte hi podem trobar el control parental, que es pot configurar per a                             
administrar de quina forma utilitzen l'equip els nens i nenes menors d'edat. Es poden                           




Aquestes persones han de gaudir de les mateixes facilitats que la resta de gent, així que                               




El dret a l’oblit és el dret a impedir la difusió d’informació personal mitjançant Internet                             
quan la publicació no compleix amb els requisits previstos a la normativa. En la LOPD no el                                 
recull específicament aquest dret sinó que es desenvolupa a partir dels drets de cancel∙lació                           




“Cuando haya hecho públicos los datos personales y esté obligado, en virtud de lo                           
dispuesto en el apartado 1, a suprimir dichos datos, el responsable del tratamiento,                         
teniendo en cuenta la tecnología disponible y el coste de su aplicación, adoptará medidas                           
razonables, incluidas medidas técnicas, con miras a informar a los responsables que                       
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 estén tratando los datos personales de la solicitud del interesado de supresión de                         
cualquier enlace a esos datos personales, o cualquier copia o réplica de los mismos”.  43
 
La legislació espanyola estableix que per exercir el dret a l’oblit, és a dir els drets de                                 
cancel∙lació i oposició, és imprescindible que la ciutadania es dirigeixi a l’entitat que està                           
gestionant les seves dades, com per exemple Google, Bing o Yahoo, entre d’altres, a través                             
d’un formulari que està disponible. Si la petició no correspon amb les necessitats de la                             
persona usuària o no obté resposta, aquest es pot dirigir a la Agencia Española de                             
Protección de Datos i demanar que s’encarregui del seu cas, i aquesta decidirà si procedeix                             
a acceptar la petició o no, que a la vegada aquesta decisió pot ser portada als Tribunals si                                   
no és adequada a les exigències de la persona sol∙licitant. 
 
Posant un exemple, es vol esborrar una fotografia de les xarxes socials, una vegada                           
eliminada la fotografia deixa de pertànyer al nostre perfil i creiem que ja està eliminada, però                               
en realitat d’aquesta imatge s’ha guardat una còpia de seguretat en els servidors, i es pot                               
mantenir durant un temps indefinit, depenent el que s’estableixi en les condicions d’ús de la                             
xarxa social. 
 





El primer que s’ha de fer és esborrar la informació des de la font original, les webs                                 
no esborraran res a menys que sigui una qüestió de pes i s’ha de ser persistent, ja que això                                     
fa que al final s’esborri allò que estàs demanant que sigui esborrat. 
S’ha de trobar algú amb qui poder parlar, una persona o un departament del lloc que                               
es vulguin esborrar les dades. La persona usuària s’ha de posar en contacte amb la                             














S’ha de tenir clar que es vol demanar que s’elimini i per a fer­ho, es pot escriure una                                   
petició amb antelació per veure quins seran els motius pels quals es demana la retirada.  
● Es comença explicant qui ets i el perquè de la teva petició. A continuació s’ha de                               
verificar que la persona amb la qual estàs mantenint el contacte és la correcta, si no                               





A partir d’aquí ja és criteri de la pàgina o persona encarregada de duu a terme la                                 
teva petició i esborrar el contingut o no, en cas que la resposta sigui negativa, s’han de                                 









 Si s’ha d’eliminar o actualitzar una publicació que creguis que sigui necessari fer­ho,                         
amb aquesta eina es pot aconseguir, simplement es tracta d’enganxar la URL que es vulgui                             
eliminar i demanar la sol∙licitud d’eliminació. 
 
Alguns dels llocs que fem servir freqüentment a Internet tenen les seves pròpies                         
condicions d’ús de les dades. Per exemple Google, explica que si s’esborra un correu                           
electrònic que s’hagi enviat des del teu compte, les copies en els seus servidors, es podrien                               
quedar ​“Gmail puede no borrar inmediatamente las copias residuales de nuestros                     
servidores activos”. 
 
Facebook, té una altra finalitat per a les nostres dades, en els seus termes i                             





I.­ La finalitat d'aquest treball era conèixer una mica més amb profunditat com afecta                           
internet a les nostres dades de caràcter personals, tot fent servir les normatives vigents com                             
la LOPD i les Directives europees. Abans de començar a fer feina calia entendre molt bé                               
quin eren els passos a seguir per a estructurar aquest tema i quina legislació calia consultar,                               
he tingut la sort que aquest any, més ben dit fa un mes es va aprovar un Reglament                                   
Europeu que feia anys que s'esperava i això m'ha donat l'oportunitat de poder incloure'l en                             
el meu treball i poder així introduir una normativa nova i més enfocada al tema del treball. 
S'han tractat temes com l'entrada d'Espanya a la Unió Europea i com això afecta la                             
seva legislació, a causa del fet que aquesta dicta normes que són d'aplicació en els Estats                               
membres, aquests les han d'aplicar i les normes de l'Estat no poden anar contra una norma                               
Europea en cap cas. Seguidament es tracten les dues Directives recollides que fan                         
referencia a la protecció de dades, com són la Directiva 95/46/CE, del Parlamento Europeo                           
y del Consejo, de 24 de octubre de 1995, relativa a la protección de las personas físicas en                                   
lo que respecta al tratamiento de datos personales y a la libre circulación de estos datos, la                                 
Directiva 2002/58/CE, del 12 de juliol de 2002, relativa al tratamiento de los datos                           
personales y a la protección de la intimidad en el sector de las comunicaciones electrónicas,                             
a més del nou Reglament europeu 2016/679, del Parlamento Europeo y del Consejo de 27                             
de abril de 2016, relativo a la protección de las personas físicas en lo que respecta al                                 
tratamiento de datos personales y a la libre circulación de estos datos y por el que se                                 
deroga la Directiva 95/46/CE (Reglamento general de protección de datos). Aquest últim                       
Reglament ja està en vigor i fa així que quedi derogada la Directiva 95/46/CE. 
S'entra en profunditat en la Llei orgànica, de 13 de desembre, de protecció de dades                             
de caràcter personal, explicant que són les dades de caràcter personal, són aquelles que a                             
més de fer referència al nom i cognoms de la persona, també inclouen altres dades com el                                 
DNI, fotografies, empremta digital, etc. Sempre que faci referència a una persona física                         
identificable o identificada i els drets ARCO, drets d'Accés, Rectificació, Cancel∙lació i                       
Oposició, tots aquests es poden exercir davant de la persona responsable del fitxer, per                           
acabar aquest punt es fa un petit incís de la protecció de dades en l'Estatut d'Autonomia de                                 
Catalunya. 
 
Seguidament es fa un recull sobre els sistemes d'emmagatzemen i tractament de les                         
dades personals, els que s'han escollit són el Big Data i les Cookies, en aquest últim s'han                                 
fet un recull de les possibles Cookies que ens podem trobar mentre naveguem per internet,                             
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 aquestes apareixen en forma d'avís en entrar en una pàgina web, des de fa relativament                             
poc temps, des de l'any 2011 es van implementar les polítiques sobre Cookies tal com les                               
coneixem avui en dia. 
El penúltim punt tractat fa referència als drets que té la ciutadania en l'àmbit                           
d'internet, aquests drets s'han extret agafant de referència la Carta de drets humans, per                           
veure com es poden aplicar a l'ús d'internet. 
Per últim s'han cercat casos de persones, les quals les seves dades han estat                           
vulnerades d'alguna manera, fent servir una fitxa tècnica per a l'explicació de cada cas,                           




Amb el nou Reglament Europeu, s'ha de derogar la Directiva 95/46/CE, ja que així ho                             
especifica la mateixa normativa, per una altra part s'haurà d'adaptar la LOPD al nou                           
Reglament o Espanya haurà d'elaborar una nova Llei sobre protecció de dades de caràcter                           
personal per adaptar­se al nou Reglament europeu. 
A part també s'ha arribat a la conclusió del fet que quan decidim entrar en una pàgina web o                                     
registrar­nos en una xarxa social, per anar ràpidament i poder començar a fer servir el                             
servei com més aviat millor, no llegim les condicions d'ús i el que això comporta és que                                 
donem les nostres dades sense haver vist abans que és el que realment acceptem i quina                               
és la informació que donem, que se'n farà d'aquesta informació, etc. 
La Llei orgànica de protecció de dades de caràcter personal o les Directives                         
europees són d'aplicació dins de la Unió Europea, aquestes lleis són bastant estrictes en                           
aquest territori, per això les grans empreses que donen servei a internet i que                           
emmagatzemen un gran volum de dades de persones usuàries, que estan ubicades en llocs                           
on la normativa sobre protecció de dades és més permissiva i això pot suposar un perill per                                 
les persones usuàries, ja que les seves dades estan sota normativa que desconeixen. 
 
III.­ Els objectius establerts al principi del treball van ser clars i específics, tots                           
aquests objectius s'han assolit a mesura que s'ha anat avançant en el treball, uns han estat                               
més fàcils, d'altres han costat una mica més, com ha estat el cas dels drets que té la                                   
ciutadania, ja que no estan especificats concretament en cap lloc, sinó que es fa una                             
reinterpretació dels drets humans en aquest aspecte. 
­ Analitzar quins drets té la ciutadania en matèria de protecció de dades personals a                           
Internet, els drets que tenen les persones en aquest àmbit són l’accés i no                           
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 discriminació, és a dir, disposar d’un servei de qualitat per a totes les persones,                           
sense excloure a ningú. 
Llibertat, seguretat a través d’Internet, totes les persones han de disposar d’una                       
seguretat respecte a les seves dades de caràcter personal, a més de tenir el seu                             
dret a la llibertat. Llibertat d’expressió i informació, tota persona té dret a tenir llibertat                             
d’opinió i expressió, donar l’opinió sobre religió, política i altres temes. Reunió,                       
associació i participació. Protecció de la vida privada i de les dades personals,                         
educació i coneixements bàsics, tothom té dret a disposar d’una educació a través                         
d’Internet, els nens i nenes també han de tenir accés a internet, sota supervisió de                             
les persones responsables, per últim les persones discapacitades també tenen dret                     
a disposar d’Internet. Aquests drets estan extrets a partir de la Carta de drets                           
Humans de la Unió Europea. 
­ Avaluar l’adequació la nova reforma de la Unió Europea de la protecció de dades de                             
caràcter personal de l’any 2016, als drets i a les necessitats que té la societat per a                                 
la protecció de les seves dades personals; així com la normativa estatal. 
A partir del nou Reglament europeu, Espanya haura de disposar d’una nova Llei que                           
estigui adaptada a la normativa europea. 
­ Conèixer que són les ​cookies ​i com actuen davant de les dades de les persones                             
usuàries a partir de guies sobre aquesta temàtica. 
Les ​Cookies són un tipus de fitxer de text que s'emmagatzema en el navegador quan                             
es visita una pàgina web, la seva utilitat és recordar aquella persona que ha visitat                             
aquell lloc web, per quan torni a visitar­lo 
­ Identificar quines accions pot emprendre la ciutadania per protegir les seves dades                       
personals a Internet. 
La ciutadania pot exercir la seves dades de caràcter personal davant l’Agència                       
Espanyola de Protecció de Dades, ja que tothom disposa dels drets ARCO, que són                           
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