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RÉSUMÉ 
 
Cette étude de cas présente une analyse de l’implantation d’une solution technologique 
d’identification des fraudes aux caisses dans quatre succursales d’une chaîne de commerce de 
détail. Durant huit semaines un outil d’analyse a identifié des transactions présentant des 
risques de fraudes selon des critères préalablement établis basés sur l’utilisation de 
commandes spécifiques sur les caisses.  Les séquences vidéo liées à ces transactions ont par la 
suite été visionnées afin de confirmer ou d’infirmer la présence de fraude. Le taux de fraudes 
identifiées par l’outil a été de 0,54%, pouvant être amélioré à 1,58% suite à l’implantation de 
recommandations pour optimiser son utilisation. Les résultats ont permis de définir quatre 
scripts distincts de fraudes aux caisses séparés en deux catégories : skimming et sweethearting. 
Bien que l’outil ait été en mesure d’identifier systématiquement toutes les fraudes aux caisses 
de skimming, l’identification des fraudes de sweethearting demeure aléatoire et incomplète. 
L’analyse des scripts des fraudes a permis de faire des recommandations portant d’une part sur 
l’optimisation de l’outil et d’autre part sur des mesures de prévention situationnelle à être 
implantées en magasin. 
 
 
 
 
Mots clés: commerce de détail, perte de stock, vol interne, fraudes aux caisses, outils 
technologiques, prévention.  
ABSTRACT 
 
This case study presents an analysis of the integration of a technological solution for the 
identification of cash register fraud in four branches of a retail store chain. For eight weeks, an 
analysis tool identified transactions that presented risks of fraud according to pre-established 
criteria based on the usage of specific cash register commands. The video footage related to 
these transactions was subsequently viewed in order to confirm the presence of fraud. The 
fraud detection rate of the tool was of 0.54%, which could be improved to 1.58% following the 
implementation of certain recommendations to optimize its use. From the results, four distinct 
fraud scripts could be defined, separated into two categories: skimming and sweethearting. 
Although the tool has been able to systematically identify all instances of skimming fraud, the 
identification of sweethearting fraud remains random and incomplete. The analysis of the 
fraud scripts lead to recommendations regarding the optimization of the tool and on measures 
of situational prevention at the store level. 
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Introduction 
Représentant des pertes nettes de plusieurs milliards de dollars par année pour les commerces 
de détail, les vols internes et externes, composantes principales de la perte de stock, 
communément appelée shrink  (pertes liées aux vols, fraudes et erreurs administratives) de ces 
entreprises, ont un impact majeur sur cette industrie (NRF, 2015). Afin de contrer ces 
problématiques, plusieurs solutions technologiques sophistiquées ont été développées. Malgré 
cela, les taux de pertes de stock demeurent constants et virtuellement inchangés au fil des 
années (Hayes, 2006). Selon certains chercheurs (Beck, 2007; Gill & Spriggs, 2005; Hayes, 
2006; Langton & Holllinger, 2005), cela pourrait s’expliquer par le fait que les solutions 
technologiques implantées dans les commerces de détail pour contrer les vols internes et 
externes ne font pas l’objet d’études et d’évaluations rigoureuses avant d’être sélectionnées.  
 
Dans ce cadre, cette étude de cas portera sur l’analyse de l’implantation d’une solution 
technologique visant à identifier et à combattre les fraudes internes aux caisses dans une 
chaîne de commerce de détail. Cette analyse permettra d’évaluer le taux d’efficacité de cette 
solution technologique à identifier les fraudes internes, de même qu’à dresser un portrait des 
fraudes internes aux caisses dans cette chaîne.  
 
Une revue de la littérature débutera le travail, puis sera suivie de la problématique. La 
méthodologie utilisée pour réaliser cette étude sera ensuite décrite avant de présenter les 
résultats obtenus et leur analyse. Enfin, une courte section de discussion présentera les 
principaux constats et recommandations pouvant être tirés des résultats et de l’analyse, suivie 
d’une conclusion.  
  
Chapitre 1: Revue de la littérature 
1.1 Commerce de détail et perte de stock 
Le plus récent sondage du Global Retail Theft Barometer (2015) mené auprès de détaillants de 
24 pays à travers le monde, montrait qu’en 2014-2015 le taux de pertes de stock rapporté par 
les détaillants sondés s’élevait à 1,23% des ventes, représentant des pertes dépassant les 123 
milliards de dollars et une augmentation de 0.48 points de pourcentage à l’échelle mondiale 
par rapport à l’année précédente. Les pertes de stock représentent les coûts liés aux pertes de 
marchandise par des vols (internes et externes), des erreurs administratives, des fraudes par les 
fournisseurs, etc. (Langton & Hollinger, 2005). Parmi ces éléments, ce sont les vols commis 
par les employés et les vols à l’étalage qui représentent la majorité des sources de pertes de 
stock, comptant pour 75% du taux total (Global Retail Theft Barometer, 2015).  
 
Selon Langton et Hollinger (2005), les vols commis par les employés (vols internes) et les vols 
à l’étalage (vols externes) sont les deux types de crimes contre la propriété ayant le plus grand 
impact économique au monde. Bien que ces crimes n'occupent pas une place prépondérante 
dans le discours et l’opinion publics, il est estimé que les pertes engendrées par ceux-ci se 
chiffrent dans les dizaines de milliards de dollars annuellement et se traduisent par une 
augmentation de 10 à 15% des prix des articles des commerces de détail. Leur impact est donc 
bien réel et quantifiable.  
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1.2 Perte de stock: vols externes et internes 
1.2.1 Vols externes 
Dans le contexte du commerce de détail, les vols externes sont principalement décrits comme 
étant les vols à l’étalage, les vols qualifiés et les cambriolages. La différence entre ces trois 
crimes est le fait que pour les vols à l’étalage, des articles sont discrètement volés à partir des 
rayons ou des tablettes, pour les vols qualifiés, des articles ou de l’argent sont volés en 
utilisant la violence ou la menace de violence (par exemple, un hold-up), et pour les 
cambriolages, les vols impliquent une introduction injustifiée ou par effraction sur les lieux 
(Jack L. Hayes International Inc, 2014). À l’échelle mondiale, ce sont les vols à l’étalage qui 
représentent la majorité des sources de pertes de stock, étant responsables d’un peu plus de 
40% du chiffre global de celui-ci,  à l’exception des États-Unis où ils sont devancés par les 
vols internes (Tarallo, 2015). De ce fait, les vols externes occupent une place prioritaire dans 
les préoccupations des gestionnaires et les programmes de prévention des pertes visent 
principalement à combattre ces derniers (Beck, 2007). 
 
Selon le 26th Annual Retail Theft Survey (Jack L. Hayes International Inc, 2014) la quantité 
considérable de vols à l’étalage s’explique par plusieurs éléments. Pour commencer, on note 
une augmentation marquée du crime organisé de détail (organized retail crime). Caractérisé 
par des réseaux organisés d’individus planifiant des opérations ciblées de vols à l’étalage, les 
pertes liées au crime organisé de détail ont triplé en 10 ans, atteignant les 30 milliards de 
dollars annuellement (ibid). Ensuite, la prolifération de réseaux de revente en ligne facilite 
grandement l’écoulement de la marchandise volée. Une réduction généralisée de la quantité 
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d’employés sur le plancher a aussi été notée à travers plusieurs chaînes de commerce de détail, 
facilitant ainsi la possibilité de commettre des vols à l’étalage. Enfin, les risques de 
conséquences judiciaires / légales liées aux vols à l’étalage sont assez faibles pour les voleurs 
puisque les vols à l’étalage, pris individuellement, représentent généralement des petites 
sommes et que les individus pris sur le fait sont rarement traduits en justice par la suite  (ibid).  
1.2.2  Vols Internes 
Au fil des années, plusieurs chercheurs se sont penchés sur les causes des vols internes dans 
les entreprises. Paine et Gainey (2004) ont répertorié les causes potentielles principalement 
retrouvées dans la littérature, incluant la perception que les vols sont appropriés (Shapiro, 
Trevino et Victor, 1995), le manque de maîtrise de soi (Gibson et Wright, 2001; Van Wyk, 
Benson et Harris, 2000), les inégalités (Sieh, 1987, 1993), les caractéristiques de la 
personnalité (Terris, 1979; Terris et Jones, 1980), l’environnement (Carlson, 1990), le statut 
marginal des employés (Tucker, 1989) et la perception de la probabilité de se faire prendre 
(Hollinger et Clark, 1983). Cela dit, les deux éléments pouvant le mieux prédire les vols et les 
fraudes internes seraient une insatisfaction au travail (principalement liée à un sentiment 
d’iniquité face au salaire) combinée à une opportunité de voler (Gabbidon, Patrick et Peterson, 
2006; Hollinger et Clark, 1983).  
 
Les employés qui ont l’impression d’être sous-payés ou exploités par leur entreprise sont 
davantage portés à commettre des vols et des fraudes internes pour tenter de corriger cette 
injustice perçue (Greenberg, 1990; Hollinger et Clarke, 1983). Toutefois, ce sentiment 
d’iniquité à lui seul ne suffit pas pour expliquer le passage à l’acte. Il est primordial que 
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l’employé insatisfait ait aussi une opportunité lui permettant de voler (Greenberg, 2002). Dans 
une optique de prévention situationnelle, il est donc pertinent de déterminer quels éléments de 
l’environnement des employés permettent ces opportunités (Cornish, 1994). 
 
Pour ce qui est du commerce de détail, les vols internes s’effectuent principalement au niveau 
des caisses puisque tous les employés y ont couramment accès et qu’il est possible d’exploiter 
leurs commandes pour dissimuler des transactions frauduleuses, ce qui augmente les 
opportunités de vols (Broughton, 1999). De plus, selon Mustaine et Tewksbury (2002), 
manipuler de l’argent comptant de façon régulière et interagir avec un grand nombre de clients 
différents sont deux des prédicteurs principaux du vol interne. Ainsi, les employés qui volent 
sont beaucoup plus susceptibles de prendre de l’argent directement dans la caisse que de 
planifier un cambriolage, faisant en sorte que les caisses sont les points les plus vulnérables de 
l’environnement du commerce de détail (Beck, 2007). 
 
Cela dit, en ce qui a trait à la terminologie, une distinction doit être faite entre vols aux caisses 
et fraudes aux caisses. Dans les deux cas un vol est commis, mais dans le cas de la fraude, un 
stratagème est utilisé pour dissimuler ce vol (ACFE, 2016). Comme les vols aux caisses sont 
facilement identifiables en raison des relevés de transactions quotidiens produits en fin de 
journée par les systèmes de caisses modernes, ce sont les fraudes aux caisses qui seront 
examinées de plus près.  
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Bien qu’elles portent différents noms d’un auteur à l’autre, les fraudes aux caisses peuvent se 
séparer en deux grandes familles, soit celle du skimming et celle du sweethearting (ACFE, 
2016; Broughton, 1999).  
➢ Skimming 
Les fraudes de skimming font référence à toutes les fraudes qui permettent au caissier de 
prendre de l’argent sans que la somme n’apparaisse dans les relevés officiels. Parmi ces 
fraudes, on retrouve: 
● Cash register tampering (Broughton, 2001) / Void (ACFE, 2016; Wiseman, 2011): 
cette fraude implique une manipulation des commandes de la caisse afin d’effacer un 
article ou une transaction complète du relevé officiel pour empocher la somme 
correspondante. Il est souvent nécessaire de ne pas remettre la facture au client dans ce 
type de fraude pour dissimuler la manipulation. 
● False returns (ACFE, 2016) / False refunds (Wiseman, 2011) / Refund fraud 
(Broughton, 2001): dans cette fraude, le caissier exécute un faux retour d’article à la 
caisse et empoche la somme d’argent équivalente à ce retour. Ce type de fraude peut 
être identifié en faisant un contrôle serré de tous les retours, car bien souvent dans le 
cas d’un faux retour, les articles supposément retournés, le reçu et les informations du 
client prétendu manquent à l’appel (Broughton, 2001). 
● Under-ringing (Wiseman, 2011): dans cette fraude, le caissier, au moment de passer 
les articles à la caisse, entre des prix inférieurs à ceux auxquels ils sont vendus, mais 
fait payer le plein prix au client et empoche la différence. Pour ce faire, il est nécessaire 
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que le caissier ne remette pas la facture au client pour ne pas que celui-ci puisse voir le 
subterfuge. 
➢ Sweethearting 
Les fraudes de la famille du sweethearting font référence aux fraudes par lesquelles le caissier 
permet au client de partir avec des articles sans avoir payé leur pleine valeur. Parmi ces 
fraudes, on retrouve: 
● Discount abuse (Broughton, 2001) / Discount fraud (Wiseman, 2011): dans cette 
fraude, le caissier utilise de façon abusive son rabais-employé ou offre tout autre forme 
de rabais ou de coupon au client sans que cela ne soit justifié. Le caissier peut aussi 
entrer le prix d’un article ayant un prix plus faible que celui de l’article choisi par le 
client (ex: entrer le code d’une pomme plutôt que celui d’un steak) pour lui donner un 
rabais injustifié.  
●  Sweethearting “classique” (Broughton, 2001; Wiseman, 2011): le sweethearting dit 
“classique” est celui par lequel le caissier dépose tout simplement des articles dans un 
sac sans les entrer dans la caisse et laisse partir le client sans les avoir payés. 
 
Comme il l’a été mentionné précédemment, malgré la présence de tous ces types différents de 
vols et de fraudes internes, l’attention des gestionnaires est largement portée sur les vols 
externes. Cela s’explique en partie par le biais qu’ont plusieurs gestionnaires par rapport à 
leurs employés, étant convaincus qu’ils sont honnêtes et qu’ils ne voleraient jamais 
(Broughton, 2001). Or, bien que la majorité des employés soient honnêtes, la réalité est que 
tout dépendant des circonstances et des opportunités, les vols et les fraudes internes peuvent 
être facilement exécutés et ce, avec un risque très faible de détection. 
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 Cela dit, les gestionnaires ont tout intérêt à se pencher sur cette problématique, celle-ci ayant 
notamment augmenté de 11 points de pourcentage en 2014-2015 (Global Retail Theft 
Barometer, 2015) et  dont les coûts se chiffrent dans les milliards de dollars annuellement à 
l’échelle mondiale (NRF, 2015). De plus, le manque de contrôle par rapport aux vols et aux 
fraudes internes a l’effet pervers d’augmenter le potentiel de victimisation des entreprises, 
puisque les voleurs et fraudeurs internes récidivent et inspirent leurs collègues à frauder à leur 
tour (Paine & Gainey, 2004). À cet égard, un sondage de Kessler International conduit dans 
une chaîne de commerce de détail a établi que deux employés sur trois considèreraient 
commettre des vols internes s’ils voyaient d’autres employés voler sans se faire prendre 
(“Employee Theft”, 1999). On voit donc l’importance non seulement de la prévention, mais 
aussi de la détection des vols et des fraudes internes. 
1.3 Prévention des pertes de stock 
Selon Beck (2007), une gestion efficace des pertes de stock se doit de faire appel à un arsenal 
complet de méthodes et d’outils pour combattre cette problématique dont la complexité est 
croissante. On peut ainsi observer l’utilisation de plusieurs types de solutions différentes 
ciblant tant les vols externes qu’internes.  
1.3.1 Méthodes de prévention des vols externes 
Au niveau des vols externes, Kajalo et Lindblom (2011) ont pu identifier quatre types 
d’approches s’inscrivant tous dans le courant de la prévention du crime par design 
environnemental. Ainsi, les détaillants utiliseraient des méthodes basées sur la facilité de la 
surveillance (lieux bien éclairés, produits visibles, caméras de surveillance, etc.), la 
surveillance formelle (systèmes d’alarmes, gardiens de sécurité, articles sécurisés, etc.), la 
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présentation des lieux (apparence luxueuse, architecture attrayante, environnement plaisant, 
etc.) et le contrôle social (présence et proximité des autres clients, discussion des employés 
avec les clients, etc.). On joue donc sur les caractéristiques de l’environnement pour tenter de 
prévenir les crimes. Ces méthodes peuvent aussi être envisagées dans une optique de 
prévention situationnelle (Cornish, 1994), selon laquelle l’environnement est manipulé pour 
réduire les opportunités de commettre des crimes par le délinquant motivé. De façon plus 
formelle, la prévention situationnelle, telle que définie par Clarke (1992) désigne « les mesures 
de réduction des occasions qui sont : dirigées vers des types très particuliers de délits; 
consistent en des modifications des circonstances immédiates du délit systématiques et 
permanentes; et visent à rendre les délits plus difficiles, plus risqués, moins gratifiants et 
moins excusables pour bon nombre de délinquants » (Cusson, 2010). On voit donc que les 
méthodes mises de l’avant par les détaillants pour prévenir les vols externes s’inscrivent 
directement dans ce courant, puisqu’elles sont toutes dirigées vers la prévention des vols 
externes et rendent les crimes plus difficiles et risqués (surveillance), mais aussi moins 
gratifiants et moins excusables (présentation des lieux, contrôle social). 
1.3.2 Méthodes de prévention des vols internes 
Au niveau des vols internes,  on vise d’abord généralement une approche de prévention 
proactive basée sur le délinquant potentiel lui-même, en conduisant des vérifications pré-
emploi sur les candidats avant leur embauche (Field, 2007). De cette façon, on écarte les 
voleurs internes potentiels en n’embauchant pas les candidats présentant des facteurs de risque 
tels qu’un dossier criminel ou des problèmes de crédit. Cette approche semble efficace, une 
étude de Langton et Hollinger (2005) démontrant une différence significative dans le nombres 
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de vérifications pré-emplois conduites par les détaillants ayant un taux de pertes de stock élevé 
comparativement à ceux dont le taux de pertes de stock est faible.  
Pour ce qui est de la prévention auprès des employés déjà embauchés, la présence de 
programmes d’éthique influençant le développement moral des employés aurait un impact 
dissuasif significatif (Greenberg, 2002). De plus, lorsque la victime directe du crime est perçue 
comme étant un individu plutôt que l’entreprise, les vols internes sont aussi réduits. Pour 
renforcer ce dernier point, l’utilisation de rencontres et d’infolettres exposant aux employés les 
conséquences des vols internes en mettant un visage sur les victimes de ceux-ci serait 
particulièrement efficace (ibid). Cela dit, l’élément ayant la plus grande influence dans la 
prévention des vols internes chez les employés des commerces de détail est la probabilité de se 
faire renvoyer et d’être socialement ostracisé (Hollinger et Clarke, 1983). Plus la perception de 
la certitude et de la sévérité de ces conséquences est élevée, plus la dissuasion est efficace 
(ibid).  Dans une optique de prévention situationnelle, si l’opportunité demeure, il est donc 
important de travailler sur la qualité du gardien et de sa capacité à identifier les voleurs. 
1.3.3 Solutions technologiques de prévention 
Afin de réduire leurs taux de pertes de stock et de combattre les vols externes et internes, les 
gestionnaires des commerces de détail font de plus en plus appel à des solutions 
technologiques sophistiquées pour réduire les opportunités de vols et augmenter 
l’identification des voleurs (Aubele, 2011). Les investissements en prévention des pertes se 
chiffrent maintenant en moyenne à la hauteur de 0,42% des ventes de chaînes de commerces 
de détail (NRF, 2015) Plusieurs types de solutions technologiques différentes sont 
présentement utilisés en magasin pour prévenir et identifier ces problématiques:  
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a) Contrôle d’accès et alarmes 
Selon le 2015 National Retail Security Survey (NRF, 2015), 100% des commerces de détail 
sont munis de systèmes de contrôle d’accès et d’alarmes. Ce type de technologie permet de 
sécuriser les lieux en dehors des heures d’ouvertures afin d’éviter les intrusions indésirables. 
Généralement, quelques employés sont dotés de codes personnels leur permettant d’activer et 
de désactiver le système d’alarme. L’utilisation des codes d’alarmes étant répertoriée dans des 
rapports électroniques, les gestionnaires peuvent passer en revue les ouvertures et fermetures 
inhabituelles et les associer  au code d’employé utilisé pour les faire. Lorsque le système est 
activé, toute tentative d’intrusion cause une alarme (silencieuse, visuelle et/ou auditive)  qui 
alerte une centrale de supervision ou les services policiers locaux directement. 
b) Dispositifs de prévention des vols 
Selon le 2015 National Retail Security Survey (NRF, 2015), des dispositifs de préventions des 
vols sont utilisés chez plus de 50% des commerces de détail. Ces dispositifs incluent les 
étiquettes magnétiques, les alarmes sur la marchandise et les divers dispositifs d’attaches et 
d’antivols utilisés sur des articles. Ces dispositifs rendent les vols d’articles plus difficiles en 
générant des alarmes si les articles sortent du magasin sans être désactivés ou encore en 
rendant les articles auxquels ils sont attachés inutilisables s’ils ne sont pas désactivés (ex: 
attache éclaboussant un vêtement avec de l’encre si on tente de la retirer de force). 
  
c) Vidéosurveillance 
Utilisés par 93,2% des commerces de détail (NRF, 2015), les systèmes modernes de 
vidéosurveillance ont deux fonctions principales: la surveillance en temps réel et la revue 
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vidéo a posteriori pour enquêter sur des incidents (Edulbehram, 2006). À cela, on peut aussi 
ajouter une troisième fonction qui serait celle de la dissuasion. En effet, à la manière des 
gardiens de sécurité, la présence de caméras peut influencer la perception que les voleurs 
potentiels ont du risque de se faire prendre, ce qui réduit les tentatives de vols (Cardone & 
Hayes, 2012). Ainsi, selon Beck (2007), dans le cas des vols internes, l’accent sur la 
surveillance est l’aspect le plus significatif pour la prévention. Toutefois, dans les mots 
d’Edulbehram (2006), les systèmes de vidéosurveillance sont à leur plus utile lorsqu’ils 
peuvent “separate the noise from the signal”, c’est à dire lorsqu’ils sont combinés à des 
logiciels d’analyse ou encore quand ils ont des capacités d’analyse intégrées leur permettant de 
cibler ou d’identifier des éléments pertinents.   
 
d) Logiciels d’analyse et combinaison des mesures 
Comme il l’a été mentionné dans l’exemple de la combinaison de systèmes de 
vidéosurveillance avec des logiciels d’analyse, la combinaison de solutions technologiques 
peut permettre de bonifier leurs résultats. Les programmes de prévention des pertes les plus 
efficaces sont ceux qui savent habilement combiner les mesures de sécurité technologiques, 
physiques et analytiques (Tarallo, 2015). À cet égard, Tarallo (2015) compare l’utilisation 
d’une seule solution de sécurité, aussi performante soit elle, à l’installation d’une barrière sans 
clôture. Dans cette optique de combinaison et d’intégration des mesures de sécurité, les 
meilleures stratégies sont celles qui savent tirer profit des nouvelles solutions technologiques 
d’analyse permettant, par exemple, de combiner l’identification d’irrégularités dans les 
données des caisses aux caméras de surveillance de ces caisses (Aubele, 2011). 
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1.4 Évaluation des solutions technologiques de prévention 
Comme nous pouvons le voir, la quantité de solutions technologiques mises à la disposition 
des entreprises pour contrer les vols externes et internes ainsi que les sommes d’argent 
investies dans ces solutions sont substantielles. Cela dit, qu’en est-il de leur efficacité pour 
réduire ces crimes et le taux de pertes de stock encouru par celles-ci? Selon plusieurs 
compagnies interrogées par Longmore-Etheridge (2009), “new technologies have made a 
substantial difference in the ongoing war against shrink”. De plus, il y aurait une relation 
statistiquement significative entre les dépenses en prévention des pertes et les baisses de pertes 
de stock (Bamfield, 2010). 
 
Toutefois, si nous nous penchons sur les chiffres au fil des années, nous pouvons voir émerger 
des cycles de cinq ans où les taux de pertes de stock moyens des commerces de détail 
augmentent légèrement pendant deux à trois ans, atteignent un plateau, puis baissent 
rapidement avant de remonter à nouveau (Bamfield, 2010). Bien que l’on avance que les 
baisses puissent concorder avec des investissements accrus en technologies de prévention des 
pertes, on peut voir que cet effet est temporaire puisque les taux finissent inévitablement par 
remonter (ibid). En outre, malgré les investissements considérables et les avancées 
technologiques majeures dans le domaine de la prévention des pertes, les taux de pertes de 
stock sont, en somme, demeurés généralement constants depuis la fin des années 1980 (Hayes, 
2006).  
 
Comment alors expliquer le fait que les solutions technologiques ne semblent pas avoir l’effet 
escompté? Pour commencer, après un certain temps, les délinquants s’adaptent aux mesures de 
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prévention et d’identification mises en place. C’est ce qui expliquerait en partie pourquoi 
suivant l’implantation de nouvelles solutions on observe un cycle de réduction des taux de 
vols suivi d’une augmentation progressive menant à un retour aux taux initiaux (Bamfield, 
2010).  
 
Une étude de Gill et Spriggs (2005) sur les systèmes de vidéosurveillance offre aussi d’autres 
pistes de réponses. Selon eux, dans bien des cas il est pris pour acquis que les solutions 
technologiques sont bonnes et efficaces en soi. De ce fait, on ne prend pas le temps de bien 
comprendre leur fonctionnement et d’évaluer la meilleure façon de les mettre en application 
pour qu’elles aient un impact optimal sur des problématiques spécifiques. Dans le même ordre 
d’idées, on applique souvent des solutions technologiques pour contrer certaines 
problématiques sans prendre le temps d’analyser et de bien comprendre la nature de ces 
problématiques (Tarallo, 2015). Dans une perspective de prévention situationnelle, ces 
constats démontrent que l’analyse des paramètres des opportunités de crime faite par les 
décideurs n’est peut-être pas assez poussée.   
 
Une autre conséquence de ce manque de rigueur dans l’évaluation des besoins réels et des 
solutions technologiques employées est illustrée par le cas des vols et des fraudes internes, qui 
sont grandement sous-représentés dans la sélection de solutions technologiques. En effet, 
même si les vols internes représentent année après année plus du tiers des sources de pertes de 
stock des commerces de détail, la culture prédominante dans le domaine de la prévention des 
pertes tend à favoriser  davantage les solutions s’attaquant aux vols externes (Tarallo, 2015). 
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Ainsi, comme l’explique Beck (2007), il est essentiel que le processus décisionnel face à 
l’implantation de solutions technologiques se base sur des données et une analyse de qualité 
plutôt que sur des ouï-dire, des données anecdotiques et des intuitions. Selon Hayes (2006), 
l’utilisation de protocoles de recherche systématiques et rigoureux pour évaluer les crimes et 
les solutions technologiques conçues pour les combattre représente l’un des plus grands défis 
des gestionnaires en prévention des pertes dans le domaine du commerce de détail.  
  
  
Chapitre 2: Problématique 
 
Dans un contexte où les taux de pertes de stock des commerces de détail  peinent à être réduits 
et où les gestionnaires en prévention des pertes doivent composer avec des budgets restreints 
pour combler des expectatives de résultats élevées, il est primordial que le choix des mesures 
de sécurité et des solutions technologiques s’appuient sur des données solides (Langton & 
Hollinger, 2005). Trop souvent, les outils utilisés dans les programmes de prévention des 
pertes se basent sur des facteurs anecdotiques et souffrent d’une faible période de recherche et 
développement, ce qui se traduit par un effet limité, voire inexistant sur les problématiques 
visées (Hayes, 2006). En outre, les solutions choisies par les gestionnaires visent 
majoritairement à combattre les vols externes (ex: caméras pour vols à l’étalage) et omettent 
de prendre en considération les vols internes, qui pourtant comptent pour plus de 40% des taux 
de pertes de stock des commerces de détail (Beck, 2007; Longmore-Etheridge, 2009). 
 
Cela dit, la quantité de recherches portant sur les solutions technologiques s’attaquant aux vols 
internes dans les commerces de détail est très limitée. Selon Beck (2007), le peu d’entre elles 
qui existent ont typiquement été financées par les fournisseurs des solutions eux-mêmes et ne 
résisteraient pas à une évaluation indépendante de leur méthodologie. À l’inverse, celles qui 
sont réalisées avec un peu plus de rigueur sont souvent menées à l’interne par des entreprises 
visant à évaluer les solutions avant de les implanter (Aubele, 2011). Dans de tels cas, les 
résultats ne sont pas publiquement disponibles. Les entreprises désirant implanter des 
nouvelles solutions technologiques de prévention des pertes n’ont donc pas de documentation 
fiable sur laquelle se baser pour éclairer leur stratégie.  
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La combinaison de ces éléments met ainsi en lumière la nécessité pour les entreprises désirant 
implanter des solutions technologiques de prévention des pertes de mener des recherches si 
elles veulent maximiser leur investissement. Tout d’abord, il est important de bien comprendre 
quels aspects de l’environnement créent des opportunités pouvant être  exploitées par des 
individus mal intentionnés pour commettre les crimes qui sont responsables des pertes de 
stock.  
 
Pour ce faire, l’utilisation de scripts (Cornish, 1994) décrivant de façon détaillée les différentes 
étapes et actions utilisées pour mettre en scène les crimes ciblés est intéressante. Les scripts 
sont des schémas découpant des séquences d’événements en étapes distinctes liées entre elles 
par une suite logique. Ainsi, les actions exécutées à chaque étape causent ou permettent à 
l’étape subséquente de se produire. Cette façon de présenter les événements offre un outil 
d’analyse intéressant pour identifier des routines comportementales et des modèles. Le 
découpage de la commission du crime en étapes distinctes permet d’identifier les actions 
indispensables à la réussite du crime et les éléments de l’environnement permettant à ces 
actions d’être réalisées. Des solutions de prévention situationnelle agissant directement sur ces 
éléments peuvent donc ensuite être élaborées. Ensuite, si une solution technologique de 
prévention des pertes est adoptée, il est important d’évaluer son implantation dans le milieu 
afin de déterminer son efficacité et la valeur ajoutée qu’elle apporte à l’entreprise (Mulone, 
2013). 
 
Dans le cadre de cette étude de cas, une chaîne de commerce de détail désire implanter une 
solution technologique pour réduire ses taux de pertes de stock en s’attaquant aux vols internes 
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aux caisses. Afin d’évaluer le potentiel de cette solution technologique, l’entreprise a conduit 
un projet pilote de huit semaines durant lesquelles la solution sera implantée dans quatre 
succursales. Une évaluation de l’implantation de la solution technologique durant ce projet 
pilote sera donc effectuée pour dresser un portrait des fraudes internes aux caisses dans cette 
chaîne et évaluer le potentiel de cette solution pour les combattre.  
 
Les objectifs de cette étude, conséquemment, se déclinent en trois volets: 
1. Évaluer le taux d’efficacité de la solution technologique à identifier les fraudes internes 
aux caisses. 
2. Identifier et décrire les modus operandi des  fraudes internes aux caisses afin de mieux 
comprendre les opportunités qui leur permettent de se perpétrer. 
3. Proposer des recommandations quant à l’optimisation de l’efficacité de la solution 
technologique et à la réduction des fraudes internes aux caisses en général, en se basant 
sur les résultats obtenus.  
  
  
Chapitre 3: Méthodologie 
3.1 Contexte de recherche 
Cette étude de cas se déroule dans un contexte de projet pilote d’implantation d’une solution 
technologique de prévention des pertes dans quatre succursales d’une chaîne de commerce de 
détail sur une période de huit semaines. La chaîne se spécialise dans la vente d’articles à faible 
prix et compte plus de 1000 succursales à travers le Canada. Les quatre succursales choisies 
pour le projet pilote à l’étude sont situées à Montréal, Toronto, Hamilton, London, et ont été 
sélectionnées en raison de leur haut taux de pertes de stock.  
3.2 Présentation de la solution technologique 
3.2.1 Présentation de l’outil 
L’outil utilisé dans le cadre de cette étude est un logiciel d’analyse de mégadonnées permettant 
d’identifier des « exceptions » préalablement définies et de les mettre en relation avec des 
séquences vidéo. Dans le contexte de cette étude de cas, le logiciel a été configuré de manière 
à identifier certaines commandes spécifiques (exceptions) réalisées par des caissiers d’une 
chaîne de commerce au détail sur leurs caisses attitrées, à partir des données de ces caisses. À 
ces exceptions sont assignées des séquences vidéo présentant le moment où la commande a été 
exécutée par le caissier, ainsi qu’une copie de la facture associée à la transaction (si transaction 
il y a). Comme les exceptions représentent des commandes jugées comme pouvant permettre 
aux caissiers de faire des fraudes, le visionnement des séquences vidéo permet de confirmer si 
une fraude a été commise. Ce dernier point est important, car il implique que l’identification 
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des fraudes n’est pas automatique : l’outil identifie des transactions à risque et l’opérateur 
humain peut ensuite confirmer la présence ou l’absence de fraude en les visionnant. 
3.2.2 Commandes des caisses 
Les commandes principales pouvant être exécutées par les caissiers sur les caisses des 
commerces de la chaîne sont les suivantes: 
1. Cancel: la transaction complète est annulée avant d’être complétée. Cette commande 
nécessite un code de gérant pour être utilisée.  
2. Clear: le dernier article scanné est supprimé de la transaction. Il n’est pas possible 
d’utiliser cette commande de façon répétée. Pour supprimer une plus grande quantité 
d’articles ou un article autre que le dernier à avoir été scanné, il faut utiliser la 
commande Cancel et supprimer la transaction complète. 
3. Generic Item: un article générique est ajouté à la transaction à partir d’une liste de prix 
fixes affichés dans un menu de la caisse. Cette commande est généralement utilisée 
lorsque le code-barre d’un article ne fonctionne pas ou que le prix affiché sur 
l’étiquette ne correspond pas au prix du code-barre.   
4. No Sale: cette commande permet d’ouvrir le tiroir-caisse sans avoir besoin de faire une 
transaction. Le No Sale est généralement utilisé pour mettre l’argent dans le tiroir-
caisse en début de quart de travail ou pour retirer l’argent du tiroir-caisse en fin de 
quart. 
5. Return: cette commande permet de faire un retour d’article. Elle nécessite un code de 
gérant pour être utilisée. Toutefois, la politique du magasin est de ne pas faire de 
retours.  
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6. Total: cette commande est utilisée pour finaliser la transaction et afficher le total une 
fois que tous les articles ont été scannés. Après que cette commande ait été exécutée, il 
n’est plus possible de faire des commandes additionnelles.  
3.2.3 Exceptions dans l’outil 
Au départ du projet pilote, 11 exceptions ont été définies. Ces exceptions ont été choisies à la 
suite d’une réflexion stratégique des responsables du projet sur les manières dont les caissiers 
pourraient exploiter les différentes commandes des caisses pour commettre des fraudes. 
Les exceptions initiales étaient les suivantes: 
1. Annulation: le caissier annule une transaction complète en utilisant la commande 
Cancel sur la caisse.  
➢ Fraude potentielle: le caissier peut annuler une transaction qui vient d’être 
complétée et empocher l’argent. 
2. Item générique: le caissier entre un prix d’article générique plutôt que de scanner le 
code-barre de l’article en utilisant la commande Generic Item. 
➢ Fraude potentielle: le caissier peut donner un rabais injustifié à un client en 
entrant un prix d’article générique inférieur au prix réel d’un article. 
3. Carte cadeau: la transaction est payée à l’aide d’une carte cadeau. 
➢ Fraude potentielle: le caissier peut substituer la carte cadeau du client par une 
carte cadeau vide et garder l’autre carte suite au paiement.  
4. Correction: le caissier supprime le dernier article à avoir été scanné en utilisant la 
commande Clear. 
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➢ Fraude potentielle: le caissier peut supprimer le dernier article à avoir été 
scanné et empocher sa valeur suite au paiement du client. 
5. Correction en argent comptant: une correction effectuée sur une transaction ayant été 
payée en argent comptant. 
➢ Fraude potentielle: si la correction a été effectuée sur une transaction payée en 
argent comptant, il est plus facile pour le caissier d’empocher l’argent. 
6. Retours multiples du même item: le caissier autorise un retour de plusieurs exemplaires 
d’un même article.  
➢ Fraude potentielle: le caissier peut autoriser un faux retour de plusieurs 
exemplaires d’un même article et empocher l’argent. 
7. Ouverture de caisse: le caissier ouvre le tiroir-caisse en utilisant la commande No Sale. 
➢ Fraude potentielle: le caissier peut ouvrir le tiroir-caisse et prendre de l’argent à 
l’intérieur. 
8. Retour: le caissier autorise un retour d’article en utilisant la commande Return. 
➢ Fraude potentielle: le caissier autorise un faux retour et empoche l’argent. 
9. Retour chiffre rond: le caissier autorise un retour d’article dont le prix est un chiffre 
rond. 
➢ Fraude potentielle: le caissier autorise un faux retour pour une somme ayant un 
chiffre rond ($5.00, $10.00, etc.), ce qui est plus facile à empocher. 
10. Retour plus haut que $20.00: le caissier autorise un retour d’articles d’une valeur 
supérieure à $20.00.  
➢ Fraude potentielle: un retour de plus de $20.00 est suspect, car le commerce 
vend exclusivement des articles à très petit prix.  
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11. Retour en argent comptant : le caissier autorise un retour d’article et l’argent est remis 
en argent comptant. 
➢ Fraude potentielle: un faux retour fait en argent comptant permet au caissier 
d’empocher directement l’argent.  
Suite à une courte période de mise au point, une 12
e
 exception a été ajoutée à la liste: 
12. Correction à la fin: le caissier effectue une correction sur le dernier article de la 
transaction. 
➢ Fraude potentielle: Cette exception plus spécifique a été ajoutée suite à la 
découverte du modus operandi le plus courant des fraudeurs lors de la période 
de mise au point. Ce modus operandi sera discuté dans la section Résultats. 
3.3 Méthodes d’analyse 
L’outil analyse les données des transactions de caisses et identifie toutes celles qui 
comprennent une ou plusieurs des exceptions précédemment décrites. Il faut ensuite passer en 
revue individuellement toutes ces transactions en visionnant leur séquence vidéo associée pour 
déterminer s’il y a eu une fraude. Les résultats obtenus sont ensuite compilés selon les 
exceptions identifiées pour évaluer le taux d’efficacité de celles-ci pour identifier des fraudes. 
Les fraudes identifiées sont séparées en deux types de fraudes, soit le skimming (argent pris 
par le caissier) et le sweethearting (articles donnés gratuitement au client). 
 
Subséquemment, une analyse par script permet de décrire le modus operandi des fraudes 
identifiées. Ces scripts sont utiles pour exposer les différentes actions-clés nécessaires à la 
23 
 
réalisation des fraudes, supportant ainsi la réflexion sur les façons d’améliorer le taux 
d’efficacité de l’outil et de réduire les fraudes internes aux caisses. 
3.4 Limites 
En raison des paramètres du projet pilote sur lequel est basée cette étude de cas, il ne sera pas 
possible de se prononcer sur l’efficacité de la solution à combattre les fraudes internes et, à 
plus grande échelle, à réduire les taux de pertes de stock en magasin. Le projet permettra 
d’évaluer exclusivement le taux d’identification de fraudes internes aux caisses de la solution 
technologique et de décrire les modus operandi de ces fraudes.   
 
 
  
  
Chapitre 4: Résultats et Analyse 
4.1 Fraudes Identifiées  
Suite à la revue de 9745 transactions contenant des exceptions sur une période de sept 
semaines (5/8/2016 - 6/27/2016), 53 transactions présentant des fraudes ont été identifiées, 
pour un taux de fraude de 0,54%. Le taux de fraude est ici défini comme étant le pourcentage 
de transactions frauduleuses confirmées par rapport au nombre de transactions totales 
contenant des exceptions. Les transactions frauduleuses identifiées peuvent être séparées en 
deux grandes catégories, soit celle du skimming et celle du sweethearting. Dans les cas de 
skimming, le caissier fraude le magasin pour son propre gain, alors que dans les cas de 
sweethearting, le caissier donne des articles au client gratuitement. La répartition des résultats 
de l’analyse des transactions se retrouve dans le Tableau I. 
Tableau I. Fraudes identifiées par exceptions 
Exceptions 
Transactions 
totales 
Skimming Sweethearting 
Taux de fraude 
(%) 
Item générique, Retour, 
Retour chiffre rond, 
Retour en argent 
comptant 
5 5 0 100 
Annulation 548 11 0 2,01 
Correction à la fin, 
Correction, Correction 
en argent comptant 
1395 23 2 1,79 
Item générique, 
Correction 
152 0 1 0,66 
Correction à la fin, 
Correction 
319 0 2 0,63 
Item générique, 
Correction, Correction 
en argent comptant 
423 2 0 0,47 
Correction 975 3 0 0,31 
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Correction, Correction 
en argent comptant 
2353 4 0 0,17 
Item générique 3265 0 0 0 
Carte cadeau 162 0 0 0 
Ouverture de caisse 28 0 0 0 
Item générique, 
Correction à la fin, 
Correction, Correction 
en argent comptant 
25 0 0 0 
Retour, Retour chiffre 
rond, Retour en argent 
comptant 
29 0 0 0 
Retour, Retour en argent 
comptant 
26 0 0 0 
Item générique, 
Correction à la fin, 
Correction 
10 0 0 0 
Retours multiples du 
même item, Retour, 
Retour chiffre rond, 
Retour en argent 
comptant 
8 0 0 0 
Retours multiples du 
même item, Retours, 
Retours en argent 
comptant 
7 0 0 0 
Carte cadeau, Correction 4 0 0 0 
Item générique, Retour, 
Retour en argent 
comptant 
2 0 0 0 
Correction à la fin, 
Correction, Correction 
en argent comptant, 
Retour, Retour en argent 
comptant 
2 0 0 0 
Item générique, Carte 
cadeau 
1 0 0 0 
Item générique, 
Correction à la fin, 
Correction, Correction 
en argent comptant, 
1 0 0 0 
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Retours multiples du 
même item, Retour, 
Retour en argent 
comptant 
Item générique, Retours 
multiples du même item, 
Retour, Retour chiffre 
rond, Retour en argent 
comptant 
1 0 0 0 
Item générique, Retours 
multiples du même item, 
Retour, Retour en argent 
comptant 
1 0 0 0 
Item générique, Retour, 
Retour chiffre rond, 
Retour plus haut que 
$20.00, Retour en argent 
comptant 
1 0 0 0 
Carte cadeau, Correction 
à la fin, Correction 
1 0 0 0 
Correction à la fin, 
Correction, Correction 
en argent comptant, 
Retour, Retour chiffre 
rond, Retour plus haut 
que $20.00, Retour en 
argent comptant 
1 0 0 0 
Total: 9745 47 5 0.54 
 
En tout, huit combinaisons d’exceptions1 ont permis d’identifier des fraudes.  
● Item générique, Retour, Retour chiffre rond, Retour en argent comptant 
Cette combinaison d’exceptions signifie que la transaction comprenait un retour d’article 
générique de prix rond, fait en argent comptant. Sur 5 transactions présentant cette 
                                                 
1
 Il est à noter que les combinaisons d’exceptions dans le tableau sont mutuellement exclusives. Par exemple, 
l’entrée « Correction à la fin, Correction» fait référence aux transactions ayant présentées uniquement ces deux 
exceptions et ces transactions ne sont pas incluses dans l’entrée « Correction à la fin, Correction, Correction en 
argent comptant». 
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combinaison d’exceptions, 5 étaient frauduleuses (skimming), pour un taux de fraude de 100%, 
le plus élevé de tous les résultats. 
● Annulation 
Cette exception unique signifie que la transaction complète a été annulée. Sur 548 transactions 
avec cette exception, 11 étaient frauduleuses (skimming), pour un taux de fraude de 2,01%. 
● Correction à la fin, Correction, Correction en argent comptant 
Cette combinaison d’exceptions signifie que le dernier article d’une transaction en argent 
comptant avait été supprimé. Sur 1395 transactions avec cette exception, 24 étaient 
frauduleuses (22 skimming, 2 sweethearting), pour un taux de fraude de 1,72%. Cette 
combinaison d’exceptions est celle qui a permis d’identifier le plus grand nombre de fraudes. 
● Item générique, Correction, Correction en argent comptant 
Cette combinaison d’exceptions signifie que la transaction comptait au moins un article 
générique et un article supprimé, sur une transaction payée en argent comptant. Sur 423 
transactions avec cette exception, 3 étaient frauduleuses (skimming), pour un taux de fraude de 
0,71%. 
● Item générique, Correction 
Cette combinaison d’exceptions signifie que la transaction comptait au moins un article 
générique et un article supprimé. Sur 152 transactions avec cette combinaison d’exceptions, 1 
était frauduleuse (sweethearting), pour un taux de fraude de 0,66%. 
● Correction à la fin, Correction 
Cette combinaison d’exceptions signifie que le dernier article de la transaction a été supprimé. 
Sur 319 transactions avec cette combinaison d’exceptions, 2 étaient frauduleuses 
(sweethearting), pour un taux de fraude de 0,63%.  
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● Correction 
Cette exception signifie qu’au moins un article a été supprimé dans la transaction, mais que le 
dernier article n’a pas été supprimé (car Correction à la fin n’a pas été activée) et que la 
transaction n’était pas en argent comptant (car Correction en argent comptant n’a pas été 
activée). Sur 975 transactions avec cette exception, 3 étaient frauduleuses (skimming), pour un 
taux de fraude de 0,31%.  
● Correction, Correction en argent comptant 
Cette combinaison d’exceptions signifie qu’au moins un article a été supprimé dans une 
transaction payée en argent comptant. Sur 2353 transactions avec cette exception, 5 étaient 
frauduleuses (skimming), pour un taux de fraude de 0,21%.  
4.2 Analyse de Scripts 
4.2.1 Skimming 
En observant les identifications de fraudes de type skimming, on voit que les résultats peuvent 
être séparés selon trois grands types d’exceptions: Correction, Annulation, Retour (Tableau 
II). L’analyse des transactions frauduleuses identifiées pour chacun de ces types d’exceptions 
permet de définir trois scripts distincts pour la commission de fraudes de skimming. 
 
Tableau II. Résultats Skimming par type d’exception 
Type d'exception Exceptions Skimming 
Correction 
Correction à la fin, 
Correction, Correction en 
argent comptant 
22 
Item générique, Correction, 
Correction en argent 
comptant 
3 
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Correction 3 
Correction, Correction en 
argent comptant 
5 
Annulation Annulation 11 
Retour 
Item générique, Retour, 
Retour chiffre rond, Retour 
en argent comptant 
4 
 
● Script 1: Skimming - Correction: 
Ce script est basé sur les 33 cas de fraudes identifiées à l’aide d’une exception de type 
« Correction » et est séparé cinq étapes : préparation, conditions préalables, réalisation, 
passage à l’acte et sortie. Pour commencer, la préparation nécessaire pour commettre ce type 
de fraude se résume à travailler à la caisse, afin d’y avoir accès. Ensuite, la présence de trois 
conditions préalables est primordiale pour assurer le succès de la fraude : le client fait un 
achat, cet achat est payé avec la somme exacte en argent comptant et le client quitte le magasin 
sans attendre la facture. Cela permet  à l’employé de supprimer le dernier article scanné, créant 
un surplus puisque le client avait payé pour cet article, puis de compléter la transaction. Les 
actions de l’étape de la réalisation décrivent les différentes méthodes utilisées par les employés 
afin de paver la voie au passage à l’acte : le vol de l’argent en surplus. Une fois l’argent 
récupéré, la dernière étape (sortie) consiste à quitter le magasin, complétant ainsi le délit. Au 
niveau des facteurs désinhibiteurs, on peut noter que le fait de travailler seul semble 
encourager la perpétration du délit, car la probabilité de détection est ainsi moins élevée. Dans 
les cas identifiés où des collègues de travail se trouvaient à proximité, l’argent était presque 
toujours déposé dans la caisse pour être récupéré plus tard et ne pas éveiller de soupçons 
immédiats.  
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● Script 2: Skimming - Annulation 
Ce script est basé sur les 11 cas de fraudes identifiées à l’aide d’une exception de type 
« Annulation » et est séparé en cinq étapes : préparation, conditions préalables, réalisation, 
passage à l’acte, sortie. Ce mode opératoire de fraude est très similaire au précédent, à 
quelques exceptions près. Au niveau de la réalisation, c’est la commande Cancel qui est 
utilisée, ce qui annule la transaction entière plutôt que le dernier article seulement. Comme la 
transaction est annulée, le tiroir-caisse ne s’ouvre pas, ce qui limite les façons de dissimuler 
l’argent : il doit donc être empoché directement ou dissimulé près de la caisse et être récupéré 
Script 1. Skimming - Correction 
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plus tard. Comme les sommes d’argent sont plus grandes (puisque c’est la transaction 
complète qui est annulée) et que l’argent ne peut pas être placé dans le tiroir-caisse et être 
récupéré plus tard, cette méthode est beaucoup moins subtile que la précédente. La présence de 
collègues de travail à proximité est donc un inhibiteur fort puisque la probabilité de se faire 
détecter est considérablement plus élevée. 
 
 
 
 
 
 
 
Script 2. Skimming - Annulation 
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● Script 3: Skimming - Retour 
Ce script est basé sur les quatre cas de fraudes identifiées à l’aide d’une exception de type 
« Retour » et est séparé en six étapes : préparation, conditions préalables, réalisation, passage à 
l’acte, conditions postérieures et sortie. Ici, on peut identifier l’emploi de deux types de 
stratégies différentes pour commettre la fraude. Pour le premier type, deux conditions 
préalables sont nécessaires : le client paye ses achats en argent comptant et l’employé ne met 
pas l’argent dans le tiroir-caisse. L’employé passe alors immédiatement à l’étape du passage à 
l’acte en empochant l’argent plutôt qu’en le mettant dans le tiroir-caisse. L’employé doit 
toutefois remplir certaines conditions postérieures afin d’éviter la détection : il doit faire un 
faux retour d’articles génériques ayant une somme équivalente à celle qu’il a prise. De cette 
façon, l’employé s’assure que sa caisse « balance », ce qui évite que la fraude soit découverte. 
La deuxième méthode employée consiste à faire un retour d’articles génériques directement. 
Pour cette méthode, aucune condition préalable n’est nécessaire. L’employé exécute les 
commandes de retour d’articles génériques et retire la somme de la caisse pour ensuite 
l’empocher. Comme pour les méthodes précédentes, la présence de collègues de travail à 
proximité a un effet inhibiteur sur ce mode opératoire, car il implique de faire des transactions 
et des manipulations de caisse sans client, ce qui peut être perçu comme étant suspect.  
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4.2.2 Sweethearting 
En observant les identifications de fraudes de type Sweethearting, on voit que les résultats se 
retrouvent tous sous le type d’exception « Correction » (Tableau III). L’analyse de ces 
transactions frauduleuses permet de définir un script général pour la commission de fraudes de 
Sweethearting.  
 
Tableau III. Résultats Sweethearting par type d’exception 
Type d'exception Exceptions Sweethearting 
Correction 
Correction à la fin, 
Correction, Correction en 
2 
Script 3. Skimming - Retour 
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argent comptant 
Correction à la fin, Correction 2 
Item générique, Correction 1 
 
● Script 4: Sweethearting 
Ce script est basé sur les cinq cas de fraudes de sweethearting identifiés et est composé de cinq 
étapes : préparation, conditions préalables, réalisation, passage à l’acte et conditions 
postérieures. Au niveau des conditions préalables, il est important que le client achète plus 
d’un article pour que la fraude puisse fonctionner. Cette fraude se base sur l’apparence d’une 
transaction légitime. Conséquemment, si un seul article est amené à la caisse par le client et 
que l’employé le supprime, il n’y aura pas de transaction et de facture générée, et donc pas 
d’apparence de transaction légitime. La réalisation de la fraude est séparée en deux méthodes 
différentes pouvant toutefois être combinées. L’employé peut tout simplement déposer 
quelques-uns des articles amenés par le client dans un sac sans les scanner, ou encore scanner 
un article puis le supprimer immédiatement avec la commande Clear afin de le retirer de la 
facture, ce qui est plus subtil.  
 
Contrairement aux autres méthodes de fraudes, dans le cas du sweethearting c’est le client 
qui est l’acteur du passage à l’acte, puisque c’est lui qui sort du magasin sans payer des 
articles. Toutefois, ce sont les subterfuges et la complicité de l’employé qui permettent à ce 
passage à l’acte de se réaliser. Au niveau des facteurs facilitateurs, on peut noter le nombre 
d’articles de la transaction. En effet, dans une transaction où il y a un grand nombre 
d’articles, il est plus facile pour l’employé « d’oublier » de scanner quelques articles au 
passage. En outre, la présence d’une relation entre l’employé et le client (amitié, famille, 
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etc.) est un facteur désinhibiteur clair, puisque les employés sont beaucoup plus susceptibles  
de donner des articles gratuits à quelqu’un qu’ils connaissent plutôt qu’à un étranger. 
Script 4. Sweethearting 
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Chapitre 5: Discussion et recommandations 
5.1 Revue des exceptions 
L’outil, avec la configuration utilisée dans le cadre de cette étude, a permis d’identifier des 
fraudes avec un taux d’efficacité de 0,54%. Toutefois, une analyse plus approfondie des 
résultats permet de faire certains constats pouvant être utiles pour augmenter son taux de 
succès. 
5.1.1 Le cas des fraudes de type « Correction » 
En observant le Script 1, basé sur les fraudes de skimming détectées par des exceptions de type 
« Correction », on voit que pour commettre la fraude, il est impératif que ce soit le dernier 
article de la transaction qui ait été supprimé. Cela dit, comment expliquer le fait que toutes les 
instances de ce type de fraude ayant été détectées n’ont pas systématiquement engendrer 
l’exception « Correction à la fin »?  
 
L’analyse des factures permet de voir que quand le client n’achète qu’un seul article et que le 
caissier appuie subséquemment sur la touche Clear pour le supprimer (tel que démontré dans 
le Script 1), la transaction complète disparaît puisqu’elle n’était composée que de cet article 
unique qui vient d’être supprimé. Lorsque cela se produit, l’exception « Correction » apparaît 
alors au début de la facture de la prochaine transaction effectuée par le caissier.  
 
Sachant cela, on peut donc établir qu’en créant une nouvelle exception qui pourrait être 
appelée « Correction au début », en plus de l’exception « Correction à la fin », il serait 
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possible de couvrir toutes les fraudes de skimming exécutée selon la méthode du Script 1 sans 
avoir besoin de l’exception « Correction » standard.  
 
Toutefois, si on retire l’exception « Correction » standard, on perd l’identification de certaines 
fraudes de sweethearting ayant été réalisées selon la piste “b” du Script 4. Par contre, si on met 
en relation toutes les transactions ayant une forme de « Correction » (5657) avec le nombre de 
fraudes de sweethearting identifiées (5), on voit que le taux de fraude est très faible (0,09%). 
Dans une optique d’optimisation de l’outil, il serait donc préférable de ne conserver que les 
exceptions « Correction au début » et « Correction à la fin ». 
5.1.2 Exceptions n’ayant pas permis d’identifier de fraudes 
À la lumière des résultats, on peut voir que certaines exceptions n’ont pas permis d’identifier 
de fraudes, que ce soit par elles-mêmes ou en combinaison avec d’autres exceptions. Ces 
exceptions sont les suivantes: 
○ Carte cadeau 
○ Ouverture de caisse 
○ Retours multiples du même item 
○ Retour plus haut que $20.00 
Ces exceptions pourraient donc être retirées afin de réduire le nombre de transactions 
identifiées et d’optimiser l’identification de fraudes.  
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5.1.3 Combinaisons d’exceptions 
Les résultats démontrent que dans la majorité des cas, ce sont des combinaisons d’exceptions 
qui permettent d’identifier des fraudes. Cela s’explique par le fait que comme le démontrent 
les scripts, plusieurs éléments doivent être présents pour que certaines fraudes se concrétisent. 
Par exemple, dans les cas de Skimming - Correction (script 1), la transaction doit 
obligatoirement être payée en argent comptant (ce qui active l’exception « Correction en 
argent comptant » et le dernier article de la transaction supprimé avec la commande Clear (ce 
qui active l’exception « Correction à la fin »).  
 
Toutefois, il est important de noter que ce ne sont pas toutes les exceptions faisant partie d’une 
combinaison d’exceptions ayant permis d’identifier une fraude qui sont nécessairement 
significatives. Encore une fois, c’est l’analyse des scripts qui nous permet de se prononcer à 
cet égard. Ainsi, l’exception « Item générique », combinée aux exceptions « Retour », 
« Retour chiffre rond », « Retour en argent comptant », est importante pour l’identification des 
fraudes, car c’est le retour d’un article générique qui permet au caissier de prendre la somme 
d’argent correspondant au prix de cet article générique. Par contre, la présence de l’exception 
« Item générique » dans une transaction frauduleuse de skimming qui contiendrait une 
« Correction à la fin » et une « Correction en argent comptant » ne serait pas significative, 
puisqu’elle n’aurait eu aucune incidence sur la commission de la fraude.  
 
Ces constats nous permettent de déterminer que certaines exceptions, telles que l’ « Item 
générique », ne sont utiles que lorsqu’elles apparaissent en combinaison avec d’autres 
exceptions spécifiques. Dans une optique d’optimisation de l’identification des fraudes, on 
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peut donc écarter les transactions présentant ces exceptions quand elles ne sont pas en 
présence de ces autres exceptions spécifiques. Ces combinaisons sont les suivantes: 
○ Item générique, Retour, Retour chiffre rond, Retour en argent comptant: ces 
exceptions ont permis d’identifier des fraudes seulement lorsqu’elles étaient 
combinées. On pourrait supposer qu’il serait possible de faire des fraudes de 
type Skimming - Retour (script 3) en faisant un véritable retour d’article plutôt 
qu’un retour d’article générique, mais les résultats de cette étude n’ont pas 
permis d’identifier un tel modus operandi. 
○ Correction à la fin : seulement significative lorsque combinée à « Correction en 
argent comptant » (pour l’identification de fraudes de skimming - l’exception 
par elle-même peut permettre d’identifier des fraudes de sweethearting, mais 
n’est pas un critère obligatoire pour que ce type de fraude soit commise). 
○ Correction en argent comptant: seulement significative lorsque combinée à 
« Correction à la fin » (pour l’identification de fraudes de skimming - 
l’exception par elle-même peut permettre d’identifier des fraudes de 
sweethearting, mais n’est pas un critère obligatoire pour que ce type de fraude 
soit commise). 
5.2 Optimisation du taux de fraudes identifiées par l’outil 
À la lumière des informations décrites dans la section précédente, le Tableau IV offre une 
présentation des résultats ayant été reconfigurés en fonction des recommandations proposées: 
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Tableau IV. Résultats Optimisés 
Exceptions 
Transactions 
totales 
Skimming Sweethearting 
Taux de fraude 
(%) 
Item générique, Retour, 
Retour en argent 
comptant, Retour chiffre 
rond, 
5 5 0 100 
Annulation 548 11 0 2.01 
Correction à la fin, 
Correction en argent 
comptant 
1424 23 2 1.69 
Correction au début, 
Correction en argent 
comptant 
934 6 0 0.64 
Correction au début 247 3 0 1.21 
Total: 3158 48 2 1.58 
 
Comme on peut le voir, les changements proposés permettent de presque tripler le taux de 
fraude initial en passant de 0,54% à 1,58% de transactions frauduleuses. Cependant, en 
appliquant ces changements, trois instances de fraudes de sweethearting sont écartées, car 
l’exception « Correction » non combinée à d’autres exceptions (qui avaient permis d’identifier 
ces trois fraudes) a été retirée. Les gestionnaires visant à implanter cette solution 
technologique à grande échelle doivent donc réfléchir à savoir s’ils préfèrent identifier le plus 
de fraudes possible ou identifier des fraudes de la façon la plus optimale. Dans un contexte 
d’implantation à grande échelle dans plusieurs centaines de magasins, il serait recommandable 
d’opter pour la stratégie de fraude optimisée étant donnée la quantité imposante de données 
qui risquent d’être générées.  
 
Pour ce qui est de la question des fraudes de sweethearting, des tests pourraient possiblement 
être faits avec une nouvelle exception qui serait basée sur la durée de la transaction en fonction 
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du nombre d’articles. En théorie, la durée moyenne d’une transaction devrait pouvoir se 
calculer par un facteur de (x * nombre d’articles scannés). Si la durée d’une transaction déroge 
de façon marquée de (x * nombre d’articles scannés), cela pourrait être dû au fait que des 
articles sont mis dans des sacs par le caissier sans être scannés. Toutefois, une multitude 
d’autres facteurs peuvent influencer la durée d’une transaction et c’est pourquoi une exception 
de ce genre devrait faire l’objet de tests avant d’être mise de l’avant. 
 
En résumé, les recommandations liées à l’optimisation de l’outil afin d’augmenter son taux de 
fraudes identifiées sont les suivantes : 
 Créer une exception « Correction au début ». 
 Éliminer l’exception « Correction ». 
 Retirer les exceptions « Carte cadeau », « Ouverture de caisse », « Retours multiples 
du même item », « Retours plus hauts que $20.00 ». 
 Créer une exception activée seulement lorsque les exceptions « Item générique », 
« Retour », « Retour chiffre rond », « Retour en argent comptant » se retrouvent dans 
la même transaction et configurer l’outil pour qu’il ne relève pas ces exceptions 
lorsqu’elles sont seules ou combinées à d’autres exceptions que celles mentionnées. 
 Créer une exception activée seulement lorsque les exceptions « Correction à la fin » et 
« Correction en argent comptant » se retrouvent dans la même transaction et configurer 
l’outil pour qu’il ne relève pas ces exceptions lorsqu’elles sont seules ou combinées à 
d’autres exceptions que celles mentionnées. 
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5.3 Prévention situationnelle  
Au-delà de l’optimisation de la capacité de l’outil à identifier des fraudes de façon efficace, 
l’analyse des scripts permet aussi de faire des recommandations s’inscrivant dans la lignée de 
la prévention situationnelle. Voici donc quelques recommandations additionnelles classées 
selon les techniques de prévention situationnelle élaborées par Clarke et Eck (2003). 
 
5.3.1 Réduire les gains  
Dans tous les cas de fraudes de type skimming, il est nécessaire que le client parte sans 
attendre la facture pour que la fraude puisse se perpétrer. Si le client attend la facture, la 
transaction est complétée et la fraude ne peut se faire. Dans la matrice des 25 techniques de 
prévention situationnelle de Clarke et Eck (2003), nous parlons ici d’enlever la cible. 
L’implantation de procédures visant à encourager les clients à prendre leurs factures pourrait 
donc contribuer à contrer les fraudes. Au niveau des employés, il pourrait être requis de leur 
faire demander aux clients s’ils veulent leur facture avant de quitter et de soutenir cette 
procédure par des formations et un suivi soutenu des gérants. Enfin, des écriteaux portant la 
mention “N’oubliez pas votre facture” pourraient aussi être ajoutés à la caisse pour inciter les 
clients à la prendre. 
 
En outre, les fraudes de type skimming peuvent seulement se faire si le client paye en argent 
comptant. Cela dit, il ne serait pas réaliste de refuser tous les paiements en argent comptant. 
Par contre, la chaîne n’accepte pas pour le moment les transactions par carte de crédit. En 
implantant les paiements par carte de crédit, le nombre de transactions payées en argent 
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comptant diminuerait et, par le fait même, les opportunités de skimming aussi. Ainsi, chaque 
transaction par carte de crédit enlève la cible de la fraude (l’argent comptant). 
5.3.2 Augmenter les risques 
Dans les magasins où il y a un gardien de sécurité posté à l’entrée près des caisses (il y en a 
dans plusieurs magasins), une de ses tâches pourrait être de vérifier les factures des clients qui 
s’apprêtent à quitter (de façon systématique ou aléatoire). De cette façon, si le client avait 
oublié de prendre sa facture (ce qui permet aux caissiers de faire une fraude de skimming), 
celui-ci serait obligé de retourner à la caisse pour la récupérer et toute tentative de fraude par 
le caissier serait rapidement identifiée, puisque ce dernier aurait modifié le contenu de la 
facture pour ce faire. La vérification des factures permettrait aussi de réduire les fraudes de 
type sweethearting, puisque le gardien pourrait voir si le client tente de partir avec des articles 
qui ne sont pas sur la facture.  Au niveau des techniques de prévention situationnelle de Clarke 
et Eck (2003), on parle ici de surveiller. 
 
De plus, comme le démontrent les Scripts 1 et 3, lorsqu'une fraude de skimming est commise, 
l’argent n’est pas toujours immédiatement empoché par le caissier et est parfois mis dans la 
caisse pour être récupéré plus tard. À la fin des quarts de travail des caissiers, lorsqu’ils 
doivent compter le contenu de leur caisse et faire leurs dépôts, si on imposait la présence d’un 
deuxième employé pour superviser ou valider le compte, on réduirait les chances que les 
caissiers puissent empocher les montants des fraudes accumulés dans la caisse durant leur 
quart.  
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Pour supprimer une transaction entière en utilisant la commande Cancel, le caissier doit entrer 
un code de gérant. Dans la majorité des cas, pour supprimer une transaction, le caissier appelle 
le gérant qui vient entrer son code et activer la commande Cancel. Aucune fraude n’a été 
observée dans ces cas, puisque deux employés sont devant la caisse. Toutes les fraudes 
exploitant la commande Cancel ont été réalisées par des gérants alors qu’ils étaient seuls. Pour 
contrer ces fraudes, il pourrait donc être intéressant d’imposer une double validation pour les 
annulations qui ajouterait une exigence additionnelle à celle du code du gérant, comme par 
exemple l’utilisation de l’identifiant biométrique du gérant et d’un autre d’employé (un 
système d’identification biométrique basée sur les empreintes digitales est présentement utilisé 
dans toutes les caisses des magasins de la chaîne). 
 
Similairement aux annulations, les retours d’articles nécessitent aussi l’utilisation d’un code de 
gérant. L’exigence d’une double validation pourrait être employée ici aussi pour réduire les 
risques de fraudes. Dans tous les cas, nous sommes encore ici dans l’augmentation des risques 
de la fraude par une augmentation de la surveillance.  
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Conclusion 
 
En conclusion, bien qu’elle soit souvent négligée en faveur de la problématique des vols 
externes, la problématique des vols internes mérite l’attention des gestionnaires de commerces 
de détail. En effet, le projet pilote conduit dans le cadre de cette étude de cas a mené à 
l’identification de 52 instances de fraudes aux caisses à travers quatre succursales sur une 
période de huit semaines. La solution technologique utilisée pour identifier ces fraudes, de par 
ses résultats, a permis de faire des recommandations portant tant sur l’optimisation de l’outil 
lui-même que sur des recommandations de mesures à implanter en magasin en vue de 
poursuivre une stratégie efficace d’identification et de prévention des fraudes aux caisses. 
 
Au niveau du potentiel de l’outil lui-même, les constats sont partagés. Pour ce qui est des 
fraudes de type skimming, l’outil est en mesure d’identifier systématiquement toutes les 
transactions dans lesquelles les commandes des caisses nécessaires à la réalisation des fraudes 
ont été faites. Ainsi, toutes les fraudes de skimming réalisées selon les scripts définis ont pu 
être identifiées. Par contre, la revue et la confirmation de chacune des transactions identifiées 
initialement par l’outil doit obligatoirement se faire « manuellement » par un être humain et la 
quantité de faux positifs est considérable (taux de fraudes ientifiées de 0,54% avant 
recommandations et 1,58% après). De plus, l’identification des fraudes de type sweethearting 
demeure quant à elle sensiblement aléatoire.   
 
Afin de se prononcer de façon catégorique sur la pertinence de l’implantation d’un tel outil de 
façon permanente, des recherches additionnelles devront être conduites sur l’impact de celui-ci 
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à plus ou moins long terme sur les taux de pertes de stock en magasin suite au congédiement 
des employés fraudeurs identifiés et à l’effet dissuasif en découlant. En outre, il faudra aussi 
évaluer et comparer toute réduction du taux de pertes de stock attribuée à l’outil aux 
investissements de temps (visionnement et identification des transactions) et d’argent (coûts de 
la ressource chargée du visionnement, coûts de la plateforme, des caméras, etc.) ayant été 
nécessaires pour y arriver.   
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