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構築した  ー ット で  したログに対して実 に視覚化システムを  した  ，時間
的解析によってスキャンにおける論 情報を，空間的解析によってスキャンの空間的 がりを調
 ることで，マルウェアからの 時  スキャンを発見し解析することができた． た，感染時
刻と感染手法を解析できることで，マルウェアの感染の早期発見と の対策を ることができ
た．既存のログフォーマットに対応することで，解析者がシステムの視覚化  からログ情報を
推測可能にするとともに，システム実行と 行してログ情報を手作業で  に解析できた．更
に，視覚化システムと合わせて手作業で解析した  ，マルウェアが感染からスキャンを行う流
れの解析が可能となり，本システムがマルウェア解析に有効であることを示した． 
 
