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Одним з основних складових комп’ютера є процесор, від якого залежить 
програмне керування всіма складовими системи, що впливає на ефективну роботу 
комп’ютера. При роботі процесор оперує важливими даними, витік котрих є 
неприпустимим [1]. Тому безпека процесора є першочерговою задачею захисту. 
Особливо це актуально для персональних робочих станцій, де можливий витік 
особистої інформації. Для організації безпеки даних використовуються системи 
захисту. Вони бувають апаратними, або ж як у випадку з вразливостями 
Meltdown/Spectre, програмними [2]. 
 Для захисту системи від вразливостей Meltdown/Spectre, виробники BIOS та 
операційних систем створили програмні версії систем захисту. Варто зазначити, що 
апаратна система захисту присутня лише в комп’ютерних системах на базі процесорів 
2020 лінійного року. Основна проблема програмних систем захисту, це вплив на 
швидкодію процесора і системи в цілому [3, 4]. 
 Дослідження впливу існуючих програмних засобів захисту центральних 
процесорів на швидкодію дасть відповідь наскільки критичний вплив цих засобів. 
Дослідження буде проводитися в ігрових застосунках (для отримання середніх значень 
та 1%/0.1% fps) та бенчмарках, а саме - Cinebanch r20 (кількість балів) та X 265 (час 
перекодування відеофайлу) із використанням різних версій BIOS та Windows [5]. 
Це дозволить визначити які версії програмних засобів захисту типу BIOS та 
Windows використовувати, щоб зменшити негативний вплив програмних систем 
захисту на робочу станцію. 
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