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INTRODUCCIÓN
El proyecto “Diseño de un sistema de vídeo vigilancia con conexión a Red 
Ethernet” es un proyecto de carácter industrial, que da una solución óptima y 
rentable, al control de un área en concreto mediante visualización con cámaras 
por Internet o por red local. El proyecto consiste en diseñar un equipo electrónico 
para reproducir el vídeo que recibe por red. El vídeo se envía por red con un 
ordenador  que  tiene  conectadas  una  o  más  cámaras.  Además  el  equipo 
electrónico diseñado permite la selección de una cámara concreta mediante una 
pantalla táctil. El equipo que visualiza las cámaras es un dispositivo móvil que se 
puede alimentar con baterías y lleva implementado con un sistema operativo 
empotrado que ejecuta la aplicación específica para ver el vídeo.
INTRODUCCIÓ
El projecte “Disseny d'un sistema de video vigilància amb connexió a Red 
Ethernet” és un projecte de caràcter industrial, que dóna una solució òptima y 
rentable, al control d'un àrea en concret mitjançant la visualització amb càmeres 
fent  ús  d'una  xarxa  local  o  bé  Internet.  El  projecte  en  dissenyar  un  equip 
electrònic per a reproduir el video que rep per xarxa. El video s'envía per xarxa 
amb  un  ordinador  que  té  connectades  una  o  més  càmeres.  A  més  l'equip 
electrónic dissenyat permet la sel·lecció d'uan càmera en concret a una pantalla 
tàctil.  L'equip  que  visualitza  les  càmeres  es  un  dispositiu  mòbil  que  es  pot 
alimentar amb bateries, y porta implementat un sitema operatiu empotrat que 
executa l'aplicació específica per reproduir el video.
INTRODUCTION
 The current project named “Design of a video surveillance system with 
Ethernet connection” is a suitable and convenient industrial project which gives a 
profitable solution in order to control a specific area through the display of video 
cameras in the Internet or through the local net.On the one hand, the project 
consists on designing an electronic portable device which reproduces the video 
received  through the  net.  This  video is  sent  through the  net  by  a  computer 
connected at  the same time to one or  more  video cameras.  In  addition,  the 
electronic  portable  mechanism designed makes  possible  the  selection  of  one 
specific camera by its practical and touch-screen.On the other hand, the device 
created contains an operating system which executes the necessary application 
to see the video. Furthermore, this device can be supplied with batteries. 
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PLANTEAMIENTO DEL PROBLEMA
El  objetivo  de  este  proyecto  es  desarrollar  un  sistema  en  el  que  dos 
dipositivos se comuniquen mediante una red convencional. Los datos a enviar 
básicamente son de vídeo para la reproducción de éste. Esta necesidad nace de 
la implantación en casi la totalidad de edificios una red de comunicación de datos 
fiable y robusta. La tendencia actual es reemplazar el cable telefónico por el de 
redes. La gran ventaja de este proyecto es aprovechar el cableado que ya está 
instalado, y no se requiere de un trabajo adicional, con su correspondiente coste. 
Otro objetivo que se pretende abarcar es la creación de un programa del orden 
de los dispositvos móviles para poder ver las cámaras en cualquier lugar.
De fondo hay otros  objetivos,  que más adelante se explicarán como el 
tratamiento del vídeo, como programar aplicaciones para dispositivos móviles, o 
cómo implemetar aplicaciones gráficas en pantallas táctiles.
El  problema se crea con la necesidad de tener controlado un área con 
cámaras de una resolución media y en color. La problemática que siempre ha 
existido en este campo es el cableado. Todas las cámaras que se han venido 
usando son cámaras con una salida de vídeo compuesto. Este sistema  se debe 
conectar  a  un ordenador,  monitor  o  algún dispositivo que pueda entender  la 
información y representarla en un monitor que no estuviese demasiado lejos de 
la  cámara.  Por  tanto,  hace  unos  años,  cuando  se  requería  de  vigilancia  era 
costoso y con la dificultad de hacer la instalación, ya que se necesitan cablear 
todas las cámaras a una sala donde está el vigilante de seguridad. 
Este proyecto  está pensado para poder  dar  solución a instalaciones  de 
nueva construcción principalmente. La idea es, que como hoy en día se cablean 
redes  locales  en  todos  los  edificios,  se  puede  aprovechar  este  cableado, 
consiguiendo como mínimo el mismo servicio de antes, con un cableado que ya 
está  puesto.  Lo  interesante  es  que  con  esta  solución  se  puede  solucionar 
problemas secundarios. 
Como que las cámaras están conectadas a una red local si se conecta esta 
red  a  internet,  se  podrían  visualizar  las  cámaras  desde  cualquier  punto  del 
planeta. Esto ya sería un gran avance, ya que permitiría a un mismo miembro de 
seguridad  desde  un  punto  controlar  distintos  locales  con  un  ordenador  con 
conexión a Internet. 
Aún no se ha acabado aquí,  ya que si  se ha hecho un dispositivo que 
conecte una información de vídeo de una cámara, a internet, se podría pensar el 
sentido inverso. Hacer un dispositivo que vea la información de vídeo de una 
cámara  conectandose  a  Internet  en  una  pantalla  pequeña  pero  cómoda, 
aportando así la movilidad del miembro de seguridad.
Si se unen ambas ideas se consigue que un miembro de seguridad pueda 
estar moviéndose con total libertad, por ejemplo, en una nave de un polígono, y 
visualizando las cámaras de seguridad de la nave de al lado.
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Capítulo 1:
INTRODUCCIÓN AL 
ENTORNO
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1.1.Conceptos básicos.
Para  la  comprensión  total  de  este  proyecto,  el  lector  debe  tener  claro 
ciertos conceptos del ámbito electrónico, informático y de telecomunicaciones, y 
su  connotación  en  este  proyecto.  Por  este  motivo  se  recomienda  leer  con 
detenimiento los siguientes conceptos*:
• Ancho de banda: “...es la cantidad de información o de datos que se puede 
enviar a través de una conexión de red en un período de tiempo dado. El 
ancho de banda se indica generalmente en bits por segundo (BPS), kilobits 
por segundo (kbps), o megabits por segundo (mps)...” Importante para saber 
si  tiene  el  suficiente  como  para  enviar  vídeo.  Para  el  envío  de  vídeo  se 
recomienda un ancho de banda de 2MB para cada canal.
• Bit: “...es el acrónimo de Binary digit. (dígito binario). Un bit es un dígito 
del sistema de numeración binario. Mientras que en el sistema de numeración 
decimal se usan diez dígitos, en el binario se usan sólo dos dígitos, el 0 y el 1. 
Un bit o dígito binario puede representar uno de esos dos valores, 0 ó 1. Se 
puede imaginar un bit, como una bombilla que puede estar en uno de los 
siguientes dos estados, encendida o apagada...”
• BGR: en inglés Blue-Green-Red es el orden por el cual se deben enviar la 
información de los colores a una pantalla o monitor.
• Byte: “... es una palabra inglesa (pronunciada [bait] o ['bi.te]), que si bien 
la Real Academia Española ha aceptado como equivalente a octeto (es decir a 
ocho  bits),  para  fines  correctos,  un  byte  debe  ser  considerado  como  una 
secuencia de bits contiguos, cuyo tamaño depende del código de información 
o código de caracteres en que sea definido. La unidad byte no tiene símbolo 
establecido internacionalmente, aunque en países anglosajones es frecuente 
B mientras que en los francófonos es o (de octet); la ISO y la IEC en la norma 
80000-13:2008 recomiendan restringir el empleo de esta unidad a los octetos 
(bytes de 8 bit).Se usa comúnmente como unidad básica de almacenamiento 
de información en combinación con los prefijos de cantidad...”
• Codec:  ”...es  la  abreviatura  de  codificador-decodificador.  Describe  una 
especificación  desarrollada  en  software,  hardware  o  una  combinación  de 
ambos, capaz de transformar un archivo con un flujo de datos (stream) o una 
señal.  Los  códecs  pueden codificar  el  flujo  o  la  señal  (a  menudo  para  la 
transmisión, el almacenaje o el cifrado) y recuperarlo o descifrarlo del mismo 
modo para la reproducción o la manipulación en un formato más apropiado 
para  estas  operaciones.  Los  códecs  son  usados  a  menudo  en 
videoconferencias y emisiones de medios de comunicación...” El codificador 
de un vídeo y el decodificador debe ser el mismo, es muy importante que 
codificador se usa, y cual es su fin, ya que hay diferencias de calidad.
• Decodificador de vídeo por hardware: es un decoder con la misma función 
que  un  decodificador  por  software  con  la  particularidad  que  al  ser  por 
hardware se gana en velocidad y no consume recursos del microcontrolador 
para esta tarea.
* Definición de conceptos de wikipedia entre comillas, el resto aportaciones del autor.
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• Dirección IP: “... una dirección IP es una etiqueta numérica que identifica, 
de  manera  lógica  y  jerárquica,  a  una  interfaz  (elemento  de 
comunicación/conexión) de un dispositivo (habitualmente una computadora) 
dentro  de  una  red  que  utilice  el  protocolo  IP  (Internet  Protocol),  que 
corresponde al nivel de red del protocolo TCP/IP. Dicho número no se ha de 
confundir con la dirección MAC que es un número hexadecimal fijo que es 
asignado a la tarjeta o dispositivo de red por el fabricante, mientras que la 
dirección IP se puede cambiar. Esta dirección puede cambiar 2 ó 3 veces al 
día; y a esta forma de asignación de dirección IP se denomina una dirección IP 
dinámica (normalmente se abrevia como IP dinámica...” 
• Drivers: “... es un programa informático que permite al sistema operativo 
interactuar  con  un  periférico,  haciendo  una  abstracción  del  hardware  y 
proporcionando  una  interfaz  -posiblemente  estandarizada-  para  usarlo.  Se 
puede  esquematizar  como  un  manual  de  instrucciones  que  le  indica  al 
sistema operativo, cómo debe controlar y comunicarse con un dispositivo en 
particular. Por tanto, es una pieza esencial, sin la cual no se podría usar el 
hardware...”
• E2PROM: “...  son las siglas de Electrically-Erasable Programmable Read-
Only Memory (ROM programable y borrable eléctricamente).  Es un tipo de 
memoria  ROM  que  puede  ser  programado,  borrado  y  reprogramado 
eléctricamente, a diferencia de la EPROM que ha de borrarse mediante un 
aparato que emite rayos ultravioletas. Son memorias no volátiles...”
• Ethernet: “... es un estándar de redes de computadoras de área local con 
acceso al medio por contienda CSMA/CDes Acceso Múltiple por Detección de 
Portadora  con  Detección  de  Colisiones"),  es  una  técnica  usada  en  redes 
Ethernet para mejorar sus prestaciones. El nombre viene del concepto físico 
de ether.  Ethernet define las características de cableado y señalización de 
nivel físico y los formatos de tramas de datos del nivel de enlace de datos del 
modelo OSI...”
• Framebuffer:  “...  es  una  categoría  de  dispositivos  gráficos,  los  cuales 
basan  su  funcionamiento  en  representar  cada  uno  de  los  píxeles  de  la 
pantalla como localidades de memoria en RAM. También se le llama así en el 
área de sistemas operativos,  a los dispositivos que usan o aparentan usar 
dicho método de acceso a dispositivos gráficos...”
• Hardware: “... corresponde a todas las partes físicas y tangibles[1] de una 
computadora:  sus componentes eléctricos,  electrónicos, electromecánicos y 
mecánicos; sus cables, gabinetes o cajas, periféricos de todo tipo y cualquier 
otro elemento físico involucrado; contrariamente al soporte lógico e intangible 
que es llamado software. El término es propio del idioma inglés (literalmente 
traducido:  partes blandas o suaves),  su traducción  al  español  no tiene un 
significado acorde, por tal motivo se la ha adoptado tal cual es y suena; la 
Real Academia Española lo define como «Conjunto de los componentes que 
integran la parte material de una computadora». El término, aunque es lo más 
común,  no  necesariamente  se  aplica  a  una  computadora  tal  como  se  la 
conoce, así por ejemplo, un robot también posee hardware (y software)...”
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• Internet:  “...  es  un  conjunto  descentralizado de redes  de  comunicación 
interconectadas que utilizan la familia de protocolos TCP/IP, garantizando que 
las  redes  físicas  heterogéneas  que  la  componen  funcionen  como  una  red 
lógica única, de alcance mundial. Sus orígenes se remontan a 1969, cuando 
se estableció la primera conexión de computadoras, conocida como ARPANET, 
entre tres universidades en California y una en Utah, Estados Unidos... ”
• LCD:  “...  (acrónimo  del  inglés  Liquid  Crystal  Display)  es  una  pantalla 
delgada y plana formada por un número de píxeles en color o monocromos 
colocados delante de una fuente de luz o reflectora. A menudo se utiliza en 
dispositivos electrónicos de pilas, ya que utiliza cantidades muy pequeñas de 
energía eléctrica...”
• Led: “...diodo emisor de luz, también conocido como LED (acrónimo del 
inglés de Light-Emitting Diode) es un dispositivo semiconductor (diodo) que 
emite  luz  incoherente  de  espectro  reducido  cuando  se  polariza  de  forma 
directa la unión PN del mismo y circula por él una corriente eléctrica. Este 
fenómeno  es  una  forma  de  electroluminiscencia.  El  color,  depende  del 
material semiconductor empleado en la construcción del diodo y puede variar 
desde el ultravioleta, pasando por el visible, hasta el infrarrojo.  Los diodos 
emisores de luz que emiten luz ultravioleta también reciben el nombre de UV 
LED (UltraViolet Light-Emitting Diode) y los que emiten luz infrarroja se llaman 
IRED (Infra-Red Emitting Diode)...”
• MAC: “... (siglas en inglés de Media Access Control o control de acceso al 
medio)  es  un  identificador  de  48  bits  (6  bloques  hexadecimales)  que 
corresponde de forma única a una ethernet de red. Se conoce también como 
la dirección física en cuanto a identificar dispositivos de red. Es individual, 
cada dispositivo tiene su propia dirección MAC determinada y configurada por 
el IEEE (los últimos 24 bits) y el fabricante (los primeros 24 bits) utilizando el 
OUI. La mayoría de los protocolos que trabajan en la capa 2 del modelo OSI 
usan una de las tres numeraciones manejadas por el IEEE: MAC-48, EUI-48, y 
EUI-64 las  cuales han sido diseñadas  para  ser  identificadores  globalmente 
únicos. No todos los protocolos de comunicación usan direcciones MAC, y no 
todos los protocolos requieren identificadores globalmente únicos...”
• Microcontrolador:  “...  es un circuito integrado o chip que incluye en su 
interior las tres unidades funcionales de una computadora: unidad central de 
procesamiento, memoria y unidades de E/S (entrada/salida)... ”
• NTSC: “...  (National  Television System Committee,  en español  Comisión 
Nacional  de  Sistemas  de  Televisión)  es  un  sistema  de  codificación  y 
transmisión de Televisión en color analógico desarrollado en Estados Unidos 
en torno a 1940,  y que se emplea en la actualidad en la mayor  parte de 
América y Japón, entre otros países. Un derivado de NTSC es el sistema PAL 
que se emplea en Europa y algunos países de Sudamérica...”
• PAL: “ ...PAL es la sigla de Phase Alternating Line (en español línea de fase 
alternada).  Es el nombre con el  que se designa al  sistema de codificación 
utilizado en la transmisión de señales de televisión analógica en color en la 
mayor  parte  del  mundo.  Se  utiliza  en  la  mayoría  de  los  países  africanos, 
asiáticos y europeos, además de Australia y algunos países americanos... “
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• Píxel: “... en plural píxeles (acrónimo del inglés picture element, "elemento 
de imagen") es la menor unidad homogénea en color que forma parte de una 
imagen  digital,  ya  sea  esta  una  fotografía,  un  fotograma  de  vídeo  o  un 
gráfico...”
• Plugin: “...es una aplicación que se relaciona con otra para aportarle una 
función nueva y generalmente muy especifica.  Esta aplicación adicional  es 
ejecutada  por  la  aplicación  principal  e  interactúan  por  medio  de  la  API. 
También  se  lo  conoce  como  plug-in(del  inglés  "enchufable"),  add-
on(agregado), complemento, conector o extensión...”
• RCA: “...es un tipo de conector eléctrico común en el mercado audiovisual. 
El nombre "RCA" deriva de la Radio Corporation of America, que introdujo el 
diseño en los 1940...”
• Red local: “...una red de área local, red local o LAN (del inglés local area 
network)  es  la  interconexión  de  varias  computadoras  y  periféricos.  Su 
extensión  está  limitada  físicamente  a  un  edificio  o  a  un  entorno  de  200 
metros,  o  con  repetidores  podría  llegar  a  la  distancia  de  un  campo  de  1 
kilómetro. Su aplicación más extendida es la interconexión de computadoras 
personales y estaciones de trabajo en oficinas, fábricas, etc., para compartir 
recursos  e  intercambiar  datos  y  aplicaciones.  En  definitiva,  permite  una 
conexión entre dos o más equipos...”
• RGB: La sigla RGB se refiere al tratamiento de la señal de vídeo que trata 
por separado las señales de los tres colores rojo, verde y azul (en inglés Red, 
Green,  Blue).  Al  usarlo  independientemente,  proporciona  mayor  calidad  y 
reproducción más fiel del color.
• Servidor:  “...en  informática,  un  servidor  es  una  computadora  que, 
formando  parte  de  una  red,  provee  servicios  a  otras  computadoras 
denominadas clientes.
• Servidor  X:  “...se  comunica  con  varios  programas  cliente.  El  servidor 
acepta los pedidos para la salida gráfica (ventanas) y devuelve la entrada del 
usuario (desde el teclado, del ratón, o de la pantalla táctil)...”
• Stream: “...el streaming consiste en la distribución de audio o video por 
Internet.  La  palabra  streaming  se  refiere  a  que  se  trata  de  una  corriente 
continua (sin interrupción). El usuario puede escuchar o ver en el momento 
que quiera. No es necesario estar suscrito para escuchar o ver. Este tipo de 
tecnología permite que se almacenen en un búfer lo que se va escuchando o 
viendo. El streaming hace posible escuchar música o ver videos sin necesidad 
de ser descargados previamente. Sintetizando,  desde la aparición del  Real 
Audio 1.0 de la compañía Real Networks se puede tener una radio en línea...”
• Software:  “...se  refiere  al  equipamiento  lógico  o  soporte  lógico  de  una 
computadora  digital,  y  comprende el  conjunto de los componentes lógicos 
necesarios  para  hacer  posible  la  realización  de  tareas  específicas;  en 
contraposición a los componentes físicos del sistema, llamados hardware...”
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• Terminal  de  Linux:  “...son  un  conjunto  de  aplicaciones  servidores  que 
proporcionan  la  capacidad  de  ejecutar  Linux  en  computadores  de  pocas 
prestaciones de velocidad o de bajo costo, permitiendo reutilizar equipos que 
actualmente resultan obsoletos debido a los altos requerimientos que piden 
los sistemas operativos. LTSP se distribuye bajo licencia GNU GPL de software 
libre. La última versión estable es la 5.0 (10 de marzo del 2007)...”
• YUV:  “...el  modelo YUV define un espacio de color  en términos de una 
componente de luminancia y  dos componentes de crominancia.  El  modelo 
YUV es usado en los sistemas PAL y NTSC de difusión de televisión, el cual es 
el estándar en la mayoría del mundo...”
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1.2.Linux.
Según la fuente wikipedia, da una definición de Linux como:
“Linux,  es  un  sistema operativo,  como  DOS,  Windows  o  Macintosh.  Es 
decir,  el  software  que  necesita  tu  computadora,  para  poder 
utilizar  otros  programas,  como  el  editor  de  textos,  juegos, 
Internet, etc. Al igual que Windows puede usarse por medio de 
una  interfaz  gráfica,  es  decir,  utiliza  íconos  e  imágenes  para 
mostrar la información de manera más intuitiva, pero también, en 
Linux se puede usar una línea de comandos como en MS-DOS.”
En una primera toma de contacto con un entorno Linux, la 
última frase de la  definición hay que tenerla  en cuenta.  Si  en 
sistemas operativos de la compañía Microsoft o Apple, la consola 
queda relegada a un segundo plano, en Linux es al contrario. Saber manejar una 
consola puede ahorrar tiempo. La orientación de Linux no es para un público que 
pretende  ver  imágenes,  vídeos,  gesionar  sus  documentos,  y  conectarse  a 
internet, sinó de aportar al usuario unas ventajas de personalización del sistema 
como  por  ejemplo  programar,  crear  nuevos  dispositivos,  configuraciones 
especiales, etc. Que Linux dé esta característica como fundamental no significa 
que no se puedan gestionar fotos, vídeos y demás, solamente que no los tiene 
como premisas como sucede con los sistemas Apple.
Teniendo en cuenta el uso que va a tener un sistema operativo Linux o 
GNU/Linux, que más adelante se aclara por que se pueden llamar de los dos 
modos,  hay  distintas  distribuciones  de  Linux.  Cada  distribución  está 
especializada en un campo de la informática y tiene un modo de trabajar que 
diverge de las demás distribuciones en detalles. En un Linux el nivel de seguridad 
es  alto,  por  la  diferencia  de  estructura  respecto  a  sus  competidores.  La 
adminitración  de  archivos,  accesos  ellos,  y  permisos  es  distinto.  En  Linux  el 
usuario  pude modificar  cualquier  archivo del  sistema entrando en una sesión 
especial  denominada  root que da total  impunidad al  usuario  para  modificar, 
destruir, arreglar, o añadir archivos. Por tanto ningún usuario, virus, o persona no 
autorizada, que no sepa la contraseña, podrá modificar algo esencial del sistema. 
En sistemas Microsoft, son más vulnerables a acciones no deseadas por parte de 
agentes externos, y más limitados de cara al usuario lo utiliza.
Por  tanto  un  sistema  operativo  Linux  tiene  tres  características  que  lo 
definen.  Nivel  alto  de seguridad,  flexibilidad y  una excelente relación  calidad 
precio. 
No  hay  que  olvidar,  que  los  sistemas  operativos  Linux  en  todas  sus 
distribuciones son  gratuitas.  Hay una licencia que está entorno a   Linux que 
cualquier modificación se debe comunicar, publicar el código fuente y facilitar el 
programa para que otros miembros de la comunidad pueda aprovechar el trabajo 
hecho por otros y mejorarlo. 
Una  distribución  de  Linux  son  pequeñas  modificaciones  de  software, 
drivers, y pequeños detalles que hacen el sistema operativo distinto y particular. 
Pero la base sigue siendo Linux. La distribución más usada y conocida de  Linux 
es Ubuntu, con sus variantes Xubuntu, Lubuntu, etc. Otras distribuciones menos 
populares son Debian, Fedora, OpenSUSE, etc.
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1.2.1.Controversia Gnu/Linux vs Linux.
Hoy en día hay polémica en los sistemas Linux. Hay un grupo de personas 
que  los  denomina Gnu/Linux,  y  otra  gente  Linux.  Realmente  es  lo  mismo,  la 
pequeña  diferencia  que  encontramos  es  que,   Linux  es  la  base  del  sistema 
operativo, es el llamado Kernel. Es el corazón del sistema. Gnu es un conjunto de 
herramientas desarrolladas para que funcionen en un  Linux y que  facilitan el 
uso del  Kernel. El problema es que Gnu es muy importante y casi esencial, por 
tanto  no  se  concibe  un  Linux  in  Gnu,   pero  no  es  el  único  conjunto  de 
herramientas que se usa en un sistema Linux. Quizás es el más importante pero 
no el único, por tanto tendríamos que llamar al sistema operativo con todos los 
nombre de proyectos que estan relacionados. Eso sería muy incómodo de modo 
que de casi todo el mundo lo denomina Linux.
1.2.2.GNU General Public License.
Según la wikipedia la definición de GNU General Public License es:
“La Licencia Pública General de GNU o más conocida por su nombre en 
inglés GNU General Public License o simplemente sus siglas del inglés GNU GPL, 
es  una  licencia creada  por  la  Free  Software  Foundation en  1989 (la  primera 
versión),  y  está  orientada  principalmente  a  proteger  la  libre  distribución, 
modificación y uso de software. Su propósito es declarar que el software cubierto 
por esta licencia es  software libre y protegerlo de intentos de apropiación que 
restrinjan esas libertades a los usuarios.”
Esta definición de la  GNU General Public License es la base de la filosofía 
Linux. Todas las personas que hagan un avance en algun campo de Linux están 
obligados a mostrarlo a la comunidad Linux para el uso de los demás. No se 
desarrollan aplicaciones para uno mismo sinó para todo el mundo. Un símil, que 
hay  algún  Linuxero que  usa  para  explicar  esto,  sería  como  si  Miguel  Ángel 
hubiese guardado todas sus obras para él y no lo hubiese enseñado al mundo. 
La filosofia del software libre está muy bien, pero como todo, tiene sus 
problemas.  Para  una  empresa  de  software  esto  no  es  viable.  No  podrían 
comercializar su software. Por eso los fabricantes normalmente no sacan drivers 
para  sus  dispositivos  en  Linux,  sinó  que  normalmente  los  desarrollan 
programadores en su tiempo libre. Por ese motivo muchas empresas no realizan 
proyectos en entorno Linux, cosa que la tendencia de estos últimos años, está 
cambiando  y  las  empresas  están  tirando  hacia  Linux  por  su,  cada  vez  más, 
facilidad de uso.
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1.3.Sistema operativo empotrado.
Según la wikipedia:
“Un  sistema  embebido  o  empotrado  es  un  sistema  de  computación 
diseñado para realizar una o algunas pocas funciones dedicadas frecuentemente 
en  un  sistema  de  computación  en  tiempo  real.  Los  sistemas  embebidos  se 
utilizan  para  usos  muy  diferentes  a  los  usos  generales  a  los  que  se  suelen 
someter a las computadoras personales. En un sistema embebido la mayoría de 
los componentes se encuentran incluidos en la placa base (la tarjeta de vídeo, 
audio, módem, etc.).”
El uso de un sistema operativo empotrado viene dado por la necesidad de 
incorporar  a un equipo un software robusto que pueda soportar  una o varias 
aplicaciones para una finalidad específica, con buenas prestaciones. Básicamente 
un sistema operativo empotrado es un sistema operativo recortado y grabado en 
una  CPU  pequeña  pero  que  al  menos  pueda  soportar  el  sistema  operativo 
recortado.  Un  símil  sería  una  caja  de  herramientas.  Si  solo  necesitas  un 
destornillador, se compra un destornillador (sistema operativo empotrado) y la 
caja  para  llevarlo  no  hace  falta  que  sea  grande,  solamente  que  quepa  el 
destornillador es suficiente (CPU pequeña). 
Hoy en día todos los módems llevan un sistema operativo empotrado, por 
que necesitan tratar a gran velocidad los puertos Ethernet. Por tanto solamente 
dejaremos de un sistema operativo normal, la parte de los puertos Ethernet para 
una aplicación como un módem. No es necesario tener otros servicios como la 
gestión de gráficos, audio, puertos USB, etc.
Otra aplicación que en estos tiempos está muy de moda,  es incorporar 
sistemas  operativos  empotrados  en  móviles,  y  equipos  portátiles.  Móviles  de 
gama alta los llevan incorporados, para conectividad a internet, gestión de wifi, 
bluetooth, pantallas táctiles, con 65356 colores, etc. 
El uso de sistemas operativos empotrados en entorno Linux es un recurso 
muy interesante. Cuando en Linux se requiere instalar un software normalmente 
se realizan unos pasos que siempre son los mismos para cualquier programa:
1. Descargar el código fuente comprimido de internet.
2. Descomprimir el software descargado.
3. Ejecutar  el  archivo  configure que  no  es  más  que  pasar  al  programa  los 
parámetros de configuración para la instalación, como para qué dispositivo se 
quiere compilar, si tiene diferentes módulos, cuales se desean instalar, etc.
4. Se ejecuta el comando make que compila el programa según los parámetros 
configurados y para la máquina o hardware en el cual va a correr.
5. Si el programa es para la máquina donde se compila se ejecuta make install, 
si es para otra se copian los ficheros creados con el make al dispositivo en el 
que tenga que correr.
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Recordando la filosofía Linux de libre distribución de software, y del código 
fuente del mismo, se deduce que si se realiza un programa en un entorno Linux 
lo puedes compilar para cualquier dispositivo que tenga un sistema operativo 
Linux, por tanto, solamente hace falta que se desarrolle una aplicación compilada 
para  cada  equipo.  Esto  permite  ahorrar  mucho  tiempo.  Este  método  de 
distribuición de los programas mediante el código fuente se está haciendo cada 
vez más popular.
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1.4.Comandos de Linux.
Hay unos comandos que son fundamentales a la hora de trabajar en un 
entorno Linux, como pueden ser copiar, cambiar de directorio, dar permisos a un 
archivo, que si no se tienen claros puede entorpercer mucho la labor de puesta 
en marcha  o de realización de cualquier  operación  con un sistema operativo 
Linux. A continuación se explican los comandos que se usan en este proyecto o 
que se podrían usar en cualquier momento:
• chmod: dependiendo de los números posteriores se dan permisos a 
un archivo  o carpeta.  Por  ejemplo el  0777 da todos  los  permisos de lectura, 
escritura y acceso a cualquier usuario.
• cd: cambio de directorio.
• cp: copiar ficheros o directorios.
• gst-launch: aplicación para gestor de vídeo y audio.
• ls: listar los archivos dentro de la carpeta donde se ejecuta.
• make: compila el programa fuente del directorio donde se ejecuta.
• mkimage: creación de imágenes de archivos compilados.
• mv: mueve archivos o directorios.
• opkg: herramienta de descarga e instalación de paquetes.
• scp: envia por red a una dirección ip un archivo o directorios.
• su: acceso en modo superusuario.
• tar: comando para descomprimir archivos.
• wget:  descargar archivo de una página de internet.
• zcat: comando para usar parches
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Capítulo 2:
SOLUCIÓN ADOPTADA
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2.1.Solución.
La solución que se ha adoptado es la implementación de un servidor en un 
ordenador convencional,  para que envíe el vídeo que captan las cámaras que 
están conectadas a él. Se envían mediante una conexión de red local hacia un 
dispositivo que está conectado a la misma red y es capaz de reproducir el vídeo 
que recibe, pudiendo escoger entre una cámara u otra. 
El  servidor  debe  reconocer  las  cámaras  conectadas  y  hacer  una 
retransmissión por la red de manera que llegue a todos los dispositivos que se 
puedan conectar a la red. El envío se realiza desde el servidor, por tanto, no es 
bajo demanda, cualquier dispositivo que se conecte a la misma red puede ver lo 
que están captando las cámaras. 
El dispositivo móvil tiene la gestión de qué cámara ver en cada momento, 
por  tanto,  una vez  configurado el  servidor,  ya  no hace  falta  tocarlo,  y  es  el 
usuario desde su terminal el que selecciona qué desea ver en cada momento. Si 
el usuario apaga el dispositivo móvil, el servidor sigue enviando la información.
Las cámaras de captación de vídeo son cámaras que van conectadas al 
puerto USB del servidor. Se podría usar cualquier otro tipo de cámaras, pero las 
USB tienen  una  fácil  implementación  y  su  coste  es  inferior  a  cualquier  otra. 
Perfectamente  este  sistema  podría  ser  sustituido  por  cámaras  con  salida  de 
vídeo y conectarlas a un ordenador con entrada de vídeo auxiliar.
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2.2.Prestaciones.
Este sistema servidor-cliente da gran versatilidad, ya que la tecnología que 
se usa para estas conexiones de redes locales con cable Ethernet, son capaces 
de dar otros servicios. En este servidor su servicio básico es servir el vídeo que 
recibe de las cámaras USB,  pero también permite hacer una actualización del 
software de todos los equipos móviles conectados a él. Ya que la conexión es una 
conexión de  100Mbits/s1.  El  ancho  de banda de  esta  connexión es suficiente 
como para enviar, a parte del vídeo de las cámaras, archivos, o programas. Por 
tanto,  el  servidor  puede  gobernar,  y  preguntar  a  sus  clientes  qué  es  lo  que 
necesitan. De ahí se puede deducir que su mantenimiento puede ser en tiempo 
real y dependiendo de que tipo de raparación puede ser solucionada al instante 
mediante el servidor. 
El cliente, como ya se ha comentado, es un dispositivo móvil  con  una 
función  principal  básica,  la  de  reproducción  de   vídeo.  Como  es  normal,  el 
hardware  siempre  tiene  limitaciones.  El  dispositivo  móvil  puede  llegar  a  una 
resolución de hasta 640x4802, con 25 fps3, y una profundidad de 3 bytes sin usar 
el decodificador (codec) de vídeo por hardware que lleva incorporado. La salida 
gráfica  es  una salida  a  una pantalla  de  LCD de  480xRGBx2724,  por  tanto  el 
dispositivo está capacitado para reproducir el vídeo a una velocidad óptima para 
que no se vea pixelado y se vea con un movimiento suave. 
1 Bits/s: número máximo de bits que puede enviar en un segundo .
2 640x480: resolución estándard de pantalla, que tiene 640 píxels de ancho y 480 de 
alto.
3 Fps: en inglés, frame per second, es el número de veces por segundo que se imprime 
en la pantalla la información
4 480xRGBx272: datos de una pantalla para saber la cantidad total de bits que se le 
debe enviar, así pues, 480 píxels de ancho multiplicado por la información de cada 
píxel formado por 8 bits de datos por cada color, multiplicado por 272 píxels de alto.
- 19 -
Àngel Martínez Barberà                                 
2.3.Alternativas.
No se debe olvidar cual es el problema original, que es poder ver unas 
cámaras  de  vídeo vigilancia  remotamente.  Por  el  hecho de  tener  que  enviar 
vídeo, ya  excluye la mayoría de comunicaciones convencionales como podría ser 
RS-232, RS-485, Bus CAN, por su bajo ancho de banda. En el ámbito de servidor, 
todas las alternativas son parecidas, donde un cambio de software o hardware 
lleva a los mismos resultados, y a lo que se refiere al cliente, si que hay distintas 
alternativas que el apartado correspondiente se analizan sus competidores, pero 
que se opta por este por que es el que más se ajusta a las necesidades, exigidas, 
que son reproducir vídeo y gestionar unos pocos recursos más.
La mejor solución a capturar vídeo, enviarlo, recibirlo, y reproducirlos es 
por red Ethernet, por su ancho de banda, y por su compatiblidad con Internet que 
dan una extendibilidad mayor al proyecto. El servidor puede variarse mientras 
envíe  el  vídeo.  El  cliente  se  podría  optar  por  no  usar  un  sistema  operativo 
empotrado pero haría que se demorase el proyecto en los costes como en el 
desarrollo del mismo.
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3.1.El servidor. Requisitos.
El  servidor  es  una  parte  fundamental  en  cualquier  sistema  de 
comunicaciones donde exista uno. Es dueño y señor de la conexión. Un servidor 
normalmente gobierna por encima de otros dispositivos llamados clientes que 
están  a  sus  órdenes,  o  lo  necesitan  para  obtener  información,  o  lo  más 
importante , lo necesitan para sus servicios que ofrece. 
Un  servicio  es  cualquier  función  que  realiza  un  servidor  y  que  son 
demandados  por  los  clientes  en  cualquier  momento.  Hay  diversos  tipos  de 
servicios,  los  cuales  el  servidor  gestiona  y  da  permisos  para  acceder  a  los 
servicios solicitados. No todos los clientes tiene por que poder acceder a todos 
los sevicios o informaciones del servidor.
Así pues, si falla un servidor todos los clientes dependiendo del servicio 
que  ofrece ese servidor quedaran inutilizados. Para evitar estas situaciones de 
falta de servicio, lo que se suele hacer es doblar los servidores, para o tener un 
servidor  comodín,  para  poder  ejercer  el  servicio  que  se  haya  caído.  En  la 
exposición no se hace con servidores duplicados ya que no tendría sentido. 
El  requisito  que hay que mantener  en un servidor  es que sea estable, 
fiable, y que dé abasto a todos los equipos que se conectan y se comunican con 
él.  Por  ese  motivo,  se  ha  optado  por  escoger  como  servidor  un  ordenador 
convencional porque para hacer el tratamiento de dos cámaras webs enviadas 
por red local, no es necesario un equipo que solamente actúe de servidor. Si 
tuviesemos que dar soporte a  100 cámaras, ya sean de USB o por cable de vídeo 
se  optaría  por  instalar  en  un  ordenador  alguna  distribución  de  Linux  Server. 
Como para hacer este proyecto no se requiere tanta exclusividad, se opta por 
una solución cómoda y fácil de implementar. 
Hay que ir con cuidado con el tratamiento y el servicio de vídeo, ya que, se 
puede ocupar mucho ancho de banda de la red. Hay que pensar que cada stream 
de vídeo puede llegar a ocupar unos 2Mb de red local. Una red local siempre hay 
que sobre dimensionarla, por lo que si cada transmisión de vídeo ocupa 2Mb, y 
se tienen dos, con una red local de 100Mb/s, que es estándard, hay ancho de 
banda  suficiente.  Si  se  intenta  hacer  este  proyecto  con  más  cámaras  se 
necesitaría una red de 1Gb/s, que también es un estándard u otros medios de 
transmissión por red.
3.1.1.Linux como servidor.
Como se ha adelantado se usa un servidor con un sistema operativo Linux. 
En  el  capítulo  1.2  ya  se  ha  explicado  que  es  Linux.  En  este  apartado 
explicaremos su cometido como servidor y los competidores.
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Usar un sistema operativo Linux, en este caso openSUSE, como servidor 
siendo una distribución no específica de servidor, hay que ser consciente que si 
se le piden muchos servicios no será capaz de soportarlos. Si queremos que un 
pc actúe de servidor en Linux no debemos usar un sistema operativo a nivel de 
usuario  para  dicho  cometido.  Para  ello,  hay  diversas  distribuciones  de  Linux 
como Linux Ubuntu Server que es la distribución de servidor de Ubunu, la SUSE 
Linux Enterprise Server que es la de SUSE. Para este proyecto no es necesario, la 
implementación de un sistema operativo servidor. 
El uso de Linux, se opta por una razón de peso. Tiene una relación calidad-
precio que es immejorable. Su coste es cero, y su calidad es mayor que la de 
otros  competidores  como  podría  ser  los  sitemas  operativos  de  la  empresa 
Microsoft. En Linux es difícil que se quede inoperativo por la ejecución de algún 
programa,  y  si  ocurriese  con  sólo  cerrar  esa  aplicación  el  sistema  sigue 
fucionando. Puede que la manipulación de Linux al principio sea difícil, pero con 
un poco de paciencia, se puede llegar a dominar bien un Linux. El problema de 
Linux es que el inicio del  contacto masivo de gente con ordenadores fue con 
sistemas Microsoft y cambiar a otro sistema, es difícil. Es como aprender una 
nueva lengua, se usa el mismo aparato, pero se usa distinto. 
El  hecho  de  que  Linux  sea  de  calidad  en  sus  sistemas  operativos 
enfocados a un trabajo industrial, es por que la mayoría de usuarios son usuarios 
avanzados de Linux, y por tanto las aplicaciones, y prestaciones en un ámbito 
avanzado como puede ser la creación de servidores está muy bien soportado. En 
cambio en Microsoft, por ejemplo, se usan sus sistemas operativos en un ámbito 
de bajo nivel, enfocados a la población media, en el ámbito de conocimientos de 
sistemas operativos.
3.1.2.El Hardware del servidor.
El  hardware  necesario  para  poder  soportar  este  sistema  operativo,  en 
funcion  de  servidor,  no  es  más  que  el  de  un  ordenador  convencional,  con 
conector de red, y sus controladores funcionando. Debe tener puertos USB, con 
sus respectivos controladores. Con este pequeño hardware ya podemos arrancar 
un servidor Linux. 
Es  imprescindible  asegurarse  que  el  servidor  tiene  los  drivers  de  las 
cámars USB que se van a usar. Si no fuere así se deben instalar, pudiendo ocurrir 
que no existan o no funcionen los drivers para alguna cámara. Antes de adquirir 
un  modelo  de  cámara  hay  que  asegurarse  que  hay  un  driver  que  soporta 
correctamente la cámara deseada.
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3.2.Configurar un servidor Linux.
Para tener un servidor Linux en funcionamiento se requiere primero, un 
ordenador con cualquier distribución de las muchas que ofrece Linux. Se usa 
Linux por su versatilidad en el aspecto de configuraciones, ya que permite un 
control exhaustivo de la red, se pueden abrir y cerrar puertos con facilidad, no 
hay  que  instalar  programas  especiales,  y  se  puede  seleccionar  por  donde 
enviamos  los  datos.  Un  aspecto  importante  son  las  herramientas  que  ofrece 
Linux para envío de vídeo por red. Linux  ofrece una herramienta que se llama 
Gstreamer.
Gstreamer es una aplicación que funciona con  pipelines o tuberías. Una 
tubería es un programa que tiene una entrada que se le llama source (src), y una 
salida  sink.  Con Gstreamer  se  enlazan la  entradas  con las  salidas  según sus 
formatos. A continuación hay un ejemplo para poder entender a qué se refiere.
>gst-launch  videotestsrc  !  videoscale  !  videorate  !  'video/x-raw-
yuv,width=480,height=272,fps=30' ! ffmpegcolorspace ! ximagesink
Gst-launch es  el  nombre  de  la  aplicación  de  Gstreamer  para  hacer  y 
ejecutar  los  pipelines.  Videotestsrc es un vídeo de muestra  de Gstreamer en 
formato raw, que es el formato de captura, coloquialmente llamado crudo, por si 
no se tiene un vídeo.  Videoscale  y videorate son propiedades que después se 
usarán para escalar el vídeo y para configurar la velocidad de los  fps.  'video/x-
raw-yuv,width=480,height=272,fps=30'  es  para  indicar  cómo  se  configura  el 
vídeo, escalado, velocidad, tipo de salida, en este caso  yuv.  Ffmpegcolorspace 
es  para  adecuar  el  formato yuv  a  la  salida  que  tendremos  posterior,  es 
multiformato  y  solamente  adapta  señales  de  cualquier  tipo yuv,  rgb,  bgr,  al 
formato de salida que tenga detrás, que puede ser, atacar directamente a un 
framebuffer,  al  servidor  X ,  etc.  Por  último tenemos ximagesink,se refiere al 
dispositivo de salida, en este caso se usan las  X como salida ya que es el más 
comun visualizador de ventanas gráficas. El signo ! se usa para marcar el fin y el 
inicio de un elemento, es decir, actúa de conector, el llamado pipeline.
Para la gestión de la red se usa un servidor de Linux llamado XAMPP, de 
fácil instalación. Este programa se instala por si en algún momento se necesita 
copiar algún archivo, en definitiva para tener una herramienta por si  se necesita 
prestar algún servicio adicional.
Linux tiene incorporado algunos drivers para la gestión de cámaras USB, 
pero de todas maneras se seleccionará una cámara que se sepa que existan los 
drivers para Linux.
Ahora que sabemos que necesitamos 5 elementos básicos para el servidor, 
que  son,  el  ordenador,  una  distribución  de  Linux  (openSUSE),  el  servidor 
(XAMPP), el reproductor de vídeo (Gstreamer) y las cámaras web.
Para conseguir la distribución de Linux OpenSuse basta con ir a la página 
web  de  openSUSE,  http://es.opensuse.org/Descargar dónde  se  encuentran  las 
instrucciones para instalar este sistema operativo. Una vez se han seguido los 
pasos,   ya se está en disposición de arrancar  el  sistema operativo que va a 
soportar el servidor. Es importante recordar el nombre de usuario y la contraseña 
para poder entrar en administrador total del equipo, fundamental en Linux
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Ahora es necesario descargar el servidor XAMPP de su página web oficial 
http://www.apachefriends.org/en/xampp-linux.html y  seguir  los  pasos  de 
instalación.
Una  vez  instalado,  se  debe  comprobar  el  funcionamiento  de  XAMPP, 
abriendo un terminal, entramos en súperusuario, que tiene todos los dominios 
para copiar, pegar, ejecutar cualquier programa. Así pues, para entrar:
> su
Al escribir  su, pide la contraseña y se accede en modo  root. El servidor 
está instalado en el direcotio /opt  que solamente tiene permisos el súperusuario 
para acceder y ejecutar algún archivo. Y una vez se entra, se ejecuta el servidor, 
tecleando el comando:
>/opt/lampp/lampp start
En la Figura1 se puede observar la respuesta que debería dar el terminal.
Figura 1 En esta imagen se aprecia los resultados de los comandos entrados.
Ahora ya está el servidor funcionando hasta que se reinicie el ordenador, 
por tanto, cada vez que arranque el ordenador, se debe entrar en súperusuario, y 
arrancar el servidor. 
Es el momento de poner en marcha Gstreamer. Gstreamer es un cojunto 
de librerías que ya vienen instaladas en cualquier Linux, pero se debe comprobar 
que está correctamente instalado. Si no lo estuviesen son fácilmente instalables.
Se ejecuta el Yast2, que es un administrador, situado en Sistema, y en la 
opción de  instalar/desinstalar  software.  En la Figura 2 se muestra  la  pantalla 
dónde se selecciona.
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Figura 2 Centrol de control Yast2.
Una vez accedido, en el campo de búsqueda se escribe: 
> gst
Aparece  un  listado  de  componentes,  programas,  plugins y  librerías 
disponibles en un enlace http propio de la distribución openSUSE. Es posible que 
a veces se requiera algun componente, o librería que no esté en esa página web. 
Si eso ocurriese, hay otra manera de instalar los distintos plugins, o programas 
que se puedan necesitar en un futuro. En la siguiente figura se muestran los 
paquetes  que  se  deben  tener  instalados  para  el  buen  funcionamieto  de 
Gstreamer en nuestra aplicación.
Figura 2 Distintos paquetes que se requieren para Gstreamer
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Una vez se han instalado los paquetes ya se puede usar Gstreamer como 
un gestor de vídeo. Antes no hay que olvidar el conectar las cámaras USB al 
ordenador. En un terminal de Linux se escribe:
>gst-launch  v4l2src  device=/dev/video0  !  'video-x-raw-yuv, 
framerate=30,  width=480,  height=272'  !  smokeenc  !   udpsink 
host=192.168.1.30  port=5000  &
>gst-launch  v4l2src  device=/dev/video1  !  'video-x-raw-yuv, 
framerate=30,  width=480,  height=272'  !  smokeenc  !   udpsink 
host=192.168.1.30  port=5000  &
Por orden según se va constuyendo el pipeline:
1. gst-launch: se ejecuta la aplicación gst
2. v4l2src device=/dev/video0: tipo de fuente que tiene el pipeline que es un 
vídeo del dispositivo video0, que es una de las cámaras.
3. video-x-raw-yuv, framerate=30, width=480, height=272: el vídeo que es raw 
se configura a 30 fps y con un ancho de 480 píxeles y 272 de alto
4.  smokeenc: tipo de codificación smoke, es como si fuese envío de imágenes
5. udpsink host=192.168.1.30 port=5000: se indica que la salida del vídeo es 
una salida por el puerto 5000 y solamente va a la dirección ip escrita. Puede 
variarse la ip ya que el software que llevará incorporado el dispositivo móvil 
podrá cambiar la ip.
3.2.1.Problemas con las cámaras.
Puede  ocurrir  que  el  sitema  operativo  no  tenga  los  drivers  ni  los 
controladores  instalados  de  las  cámaras  USB.  Si  ocurre  esto,  se  buscan  en 
internet  los  drivers  necesarios  para  la  cámara  en  qüestión.  Hay  multitud  de 
drivers, y de páginas asociadas a Linux que explican cómo y qué driver necesita 
cada cámara del  mercado. La mayoría de los drivers de estas cámaras están 
disponibles en Yast2.
3.2.2.Alternativa de instalación de software.
Si se requiere instalar algun tipo de software que no está en Yast2, por el 
motivo que sea, no hay que desesperar. Hay un procedimiento que es igual de 
válido.
Si se requieren los  codecs   de vídeo “ffmpeg”, que son un conjunto de 
plugins llamados  gst-plugins-ffmpeg  que  realizan  tareas  de  codificación  y 
descodificación de vídeo en diversos formatos como por ejemplo h264, mpeg2, 
mpeg4, que no estan disponibles en Yast2, se buscan por Internet una página 
donde se pueden descargar. Un link sería  http://www.ffmpeg.org/ sitio oficial. En 
el apartado descargas, se descargan los plugins. Normalmente se descargan en 
el  escritorio.  En  un  terminal,  cambio  de  directorio  al  escritorio  donde  está 
descargado:
>cd /home/*usuario*/Desktop
Una vez allí, se descomprime el archivo con:
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>tar zxfv *nombre_de_el_archivo* 
Ya  está  descomprimdo  y  listo  para  instalar  en  el  equipo,  cambio  de 
diretorio al creado por la descompresión.
>cd *nombre_de_la_carpeta* 
En  este  momento  se  realiza  la  compilación  del  software  descargado, 
después de compilarlo se instala y el equipo ya está disponible para usar, no 
hace falta reiniciar el ordenador, a diferencia de otras plataformas.
>make
>make install
Si se quiere ahorrar  espacio en el  disco se puede eliminar los archivos 
residentes de la compilación con el comando:
>make clean
Ya podemos cerrar el terminal y poder usar el software instalado. Si ocurre 
algún problema de permisos de usuario no hay que dudar en entrar en modo 
superusuario, con el comando su  y realizar la operación no permitida. 
Este es el procedimiento normal para la instalación de cualquier software 
que se requiera instalar en Linux, ya sea programas como drivers.
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4.1.El cliente. Funcionamiento
Un  cliente  o  también  llamado  con  el  anglicismo  host  es  cualquier 
dispositivo móvil o fijo conectado a una red, ya sea interna o externa, que utiliza 
unos servicios prestados por uno o varios servidores. En este proyecto el host es 
un dispositvo móvil pensado para reproducir un stream de vídeo que está en la 
red y lo retransmite un servidor. Este host es capaz de seleccionar qué cámara 
desea reproducir  y reproducirla.  El  cliente se debe diseñar  de modo que sea 
capaz de tener acceso y poder usar los servicios por los cuales se ha pensado. 
Por ejemplo, no todos los dispositivos móviles puede reproducir vídeo por sus 
bajas prestaciones en el aspecto multimedia. 
El host de este proyecto debe cumplir dos apsectos importantes:
a) Ser capaz de reproducir un vídeo que le llegue por la red, con esto queda 
reflejado que debe tener acceso a la red, con suficiente resolucion, y calidad 
como para que no pixele.
b) Ser capaz de dar un soporte gráfico al usuario con una interfíce visual clara 
y cómoda, con una pantalla táctil.
Figura 3 En esta imagen se aprecia la interficie de usuario clara y 
cómoda.
El  funcionamiento  básico  del  host es  que  sea  capaz  de  conectarse 
automáticamente con una dirección IP detereminada, que debe estar en el rango 
de  del  servidor,  y  arrancar  una aplicación  diseñada explícitamente  para  éste 
objetivo. Ésta aplicación da posiblidad al usuario de este sistema, seleccionar la 
cámara que desea ver, en este caso, hay conectadas dos cámaras, pero podría 
ser más sin ningún problema para el host.
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4.2.Hardware
El hardware que se usa es una placa de evaluación de Atmel. Atmel es una 
empresa  estadounidense  que  hace  la  frabicación  de  compentes  electrónicos. 
Principalmente  de  microcontroladores.  La  placa  que  se  ha  usado  es  la 
AT91SAM9M10-EKES.  En  los  siguientes  apartados  se  explica  de  que  está 
compuesta esta placa, destacando sus elementos más importantes, así como, el 
por qué del uso de este conjunto de hardware.
En la siguiente figura se puede observar cómo es la placa físicamente. 
Figura 4 Fotografía de la placa de desarrollo.
Se puede observar a primera vista que tiene una pantalla de LCD, táctil, y 
tiene muchos connectores.  Empezando desde abajo a la izquierda en sentido 
horario  encontramos :
1. Un conector  de  tarjetas  SD,  para  guardar  archivos  que  tengan  un  mayor 
tamaño. 
2. Un joystick para el usuario, en caso de que se necesite para alguna aplicación 
con un puntero.
3. Una salida de televisión con conector RCA, para atacar a un equipo externo de 
visualización como podría  ser  un televisor.  Las  salidas  posibles  son  PAL o 
NTSC.
4. Salida  de  audio  con  un  jack  auricualar  de  3,5mm,  para  atacar  a  unos 
auriculares, o unos altavoces.
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5. Entrada de audio en formato mono, con un conector de 3,5mm
6. Entrada de micrófono, con un conector de 3,5mm
7. Puerto Serie RS-232, con conector DB9, para el control de la placa. Por este 
conector se controla la placa desde otro ordenador.
8. Puerto RS-232, de próposito general, con conector DB9, para comunicarse con 
un dispositivo externo.
9. Puerto  USB de  alta  velocidad,  para  conectar  cualquier  dispositivo  externo 
como una cámara USB.
10. Puerto micro USB de alta velocidad. Se usa programar las memorias como la 
NAND o la DDRAM.
11. Conector de cable plano J-TAG para grabar explícitamente las memorias, se 
puede escoger en qué posición de memoria se desea grabar.
12. Puerto Ethernet con conector RJ-45, para conectarse a una red ya sea interna 
o externa.
13. Conector de alimentación, el alimentador viene con el kit.
En la parte central de la placa está el microcontrolado o  micro que es el que 
controla  todo  lo  que  hay  en  la  placa  a  través  de  un  software que  se  llama 
Sistema Operativo Empotrado. Es como un sistema operativo cualquiera pero con 
la particularidad de que tiene que estar optimizado, ya que los recursos de los 
que dispone son limitados.
4.2.1.Diagrama de bloques y periféricos.
En el diagrama de bloques de la Figura 5 se observa como eje central del 
micro que es que gobierna todo el sistema. De aquí  salen los periféricos que 
soporta, los cuales van controlados por sus correspondientes drivers. 
En  el  apartado  anterior  se  ha  comentado  que  necesita  de  un  sistema 
operativo empotrado, que consta de 4 elementos fundamentales, el  u-boot,  el 
bootstrap, el  Kernel y el  root-file-system, que serán explicados en el  capítulo 5. 
Estos elementos pueden estar situados en distintos lugares. Pueden estar en la 
memoria NAND, en la memoria DDRAM, en una tarjeta de memoria SD o por 
ejemplo, en un servidor remoto (NFS). Lo normal es que esten en memoria local. 
Por tanto es importante que tenga un salida con soporte para leer y escribir en 
memorias. 
El siguiente bloque, es el de las multimedia cards, que es el soporte para 
las tarjetas SD que se pueden conectar, para guardar archivos grandes que no 
caben en las memorias locales, que no superan los 256Mb en el mejor de los 
casos.  En  este  grupo  también  está  la  Data  Flash,  que  se  puede  usar  para 
arrancar el sistema.
En la parte de visualización tiene el soporte para la pantallas de LCD, de 
480x272, con su controlador de  touch  de la pantalla. También está el soporte 
para la salida de televisión. 
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El tratamiento del audio usa el AC97, para controlar las entradas y salidas 
de audio según convenga.
Tiene un puerto PIO, que es de propósito general donde están  colgados 
dos leds, el joystic, y los pulsadores.
También soporta un debugador  a través de un puerto serie de los que 
tiene y por el conector de JTAG. Para usar el conector JTAG hay que comprar un 
dispositivo que se controla con un ordenador. Se llama SAM-ICE, y también sirve 
para grabar las memorias.
Tiene la interfície de USB, pero no se usan los dos puertos de la misma 
manera. El micro USB puede ejercer de dos modos, de  host, que significa que 
puede mandar sobre un dspositivo externo, o de  device, que él pasa a ser un 
esclavo  del  equipo  está  al  otro  lado  del  cable.  En  cambio  el  otro  conector 
solamente puede actuar en modo host.
Incorpora  un  USART  para  controlar  el  equipo  a  la  hora  de  arrancar,  y 
enviarle comandos  de linia  en modo consola,  como que ejecute aplicaciones, 
gestionar el sistema operativo, y hacer cualquier modificación.
Cuenta  con  una  MAC  y  el  controlador  del  puerto  Ethernet,  para  la 
conexiones de red.
Se le puede añadir una memoria E2PROM para guardar datos en bytes, 
como por ejemplo valores de señales, timers, o datos de configuración de algún 
programa.
Tiene controlador de sensores CMOS, se el puede conectar directamente 
un sensor que actúe a modo de cámara. De este modo no se ocupa, por ejemplo 
un puerto USB, sinó que se usa la entrada específica.  Mucho más optimizado 
para este fin.
Por último se ha colocado un pulsador para resetear el equipo. Un detalle 
que resulta muy práctico.
Cada uno de estos elementos nombrados tiene asociado a él unos drivers 
que son cargados cuando el sitema operativo arranca. Mediante el puerto serie 
de un ordenador se puede ver el arranque del sistema, qué está haciendo en 
cada momento. Y se observa qué controlados están activados. Los controladores 
o drivers se activan cuando se compila el sistema operativo. Se explicará con 
más rigor en el capítulo 5, como seleccionar un driver, o como crear un driver 
propio. Por ahora es bueno tener una idea general de las posiblidades que ofrece 
esta placa.
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Figura 5 Diagrama de bloques de la placa de desarrollo.
4.2.2.El microcrontolador.
El microcontrolador es la base de cualquier dispositivo electrónico que sea 
capaz de dar respuesta a unos estímulos externos. Es como un pequeño cerebro 
pensado para responder algo concreto a un estímulo específico. Estas respuestas 
pueden ser  muy  sencillas  o  muy complejas,  dependiendo de  la  necesidad,se 
adquieren unos microcontroladores más rápidos o más lentos. En este casos se 
requiere de un microprocesador rápido para tratar diferentes interfaces com són 
principalmente la de red y la de gráficos. 
Según  las  especificaciones  técnicas  del  fabricante  se  ha  escogido  el 
AT91SAM9M10, ya que lleva incorporado las interficies de red y de visualización, 
tiene una velocidad de procesado de 400MHz. Puede soportar memorias externas 
DDRAM, NAND,  que son las  que albergarán los  programas,  y la velocidad de 
lectura de éstas es de 133MHz. 
Con estas características ya es útil  para este proyecto.  En la siguiente 
figura está la situación de componentes según el datasheet
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Figura 6 Mapa de componentes de la placa de desarrollo.
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Capítulo 5: 
SISTEMA OPERATIVO 
EMPOTRADO
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5.1.Desarrollo  de  un  sistema  operativo 
empotrado
La  gran  problemática  de  este  proyecto  es  el  desarrollo  de  un  sistema 
operativo empotrado. 
Un sistema operativo empotrado no deja de ser un sistema operativo, y 
como tal  tiene  gran  complejidad  y  problemática.  Para  desarrollar  un  sistema 
operativo primero hay que definir sobre qué plataforma se desea trabajar. 
Si se escoje la plataforma Windows, se escoje la distribución WINCE que es 
la  de  lo  sistemas  empotrados.  Por  tanto  como  es  Windows,  no  se  desarrolla 
ningún sistema operativo, sinó que se instala sobre el dispositivo y luego se le 
añaden programas o el programa específico, por tanto una gran ventaja es que 
con pocas horas se podría obtener un sistema operativo empotrado corriendo 
sobre el dispositivo. La desventaja es la poca versatilidad y flexibilidad de esta 
plataforma.  Se  instala  con  el  empotrado  todas  las  aplicaciones  que  tiene 
incorporadas WINCE. Por tanto una de las grandes premisas de los empotrados, 
que es tener un software el mínimo e imprescindible para optimizar los recursos 
del microprocesador, no se podría llegar a cumplir.
Si se quiere optimizar recursos del dispositivo se debe escoger la vía Linux 
como en este proyecto se escoge. Dependiendo del  microprocesador,  y de la 
arquitectura, hay diversos modos de arranque. En este dispositivo se requieren 4 
achivos:
5.1.1.AT91Bootstrap
Este archivo es el necesario para arrancar el dispositivo, se debe grabar 
siempre en la posición cero. Está desarrollado para microprocesadores Atmel. Se 
puede grabar en la NAND o en DDRAM.
5.1.2.U-Boot
Es  un  pequeño programa grabado  en  la  memoria  flash del  procesador 
donde se le configura como el modo de  arranque el programa es el llamado 
environment. En el cual se configura desde donde debe arrancar el sistema en 
memorias locales o por red Ethernet, es decir, ejecutar el programa desde otro 
dispositivo mediante red.
Se configura el nombre del RootFileSystem debe cargar, y que imagen del 
Kernel.  Todo esto se configura al arrancar el dispositivo, se conecta al puerto 
serie, y con un programa que muestre en pantalla la transferencia del puerto 
serie,  basta.  Por  ejemplo  Minicom en  sistemas  Linux  o  HyperTerminal en 
sistemas Windows.
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5.1.3.Kernel y BSP
El  Kernel y  el  BSP (Binary Space Partitioning)  son los que permiten un 
acceso al hardware a través del software. Con un software (ptxdist, o el propio 
del Kernel) se puede incluir o excluir módulos de control. Por ejemplo el módulo 
de  control  de  la  Red  Ethernet.  Esto  también  requiere  poder  instalar  y  crear 
módulos que quizá no vengan por defecto. Pero aún y así, es complicado, porque 
puede haber incompatibilidades de librerías y módulos.
5.1.4.RootFileSystem
El  RootFileSystem, sistema de archivos raíz, es la estructura de carpetas 
de gestión que se desea tener en el  dispositivo. Es decir,  se dispone de una 
memoria, en este caso NAND, donde está el  Kenel.  Allí  hay unas carpetas de 
gestión que no podrán ser borradas. La estructura es Linux por lo que tendremos, 
las carpetas típicas de Linux, como bin, dev, media, usr, home, etc.
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5.2.Implementación.
Como se ha visto anteriormente este sistema requiere de cuatro archivos. 
Los dos primeros que se deben cargar son de poca flexibilidad. El primero no se 
puede modificar y el segundo, es para indicarle donde debe ir a cargar el Kernel.
Los archivos o sistemas de archivos que juegan gran importancia en la 
optimización del sitema son el Kernel y el RFS. Es aquí donde hay que ir con pies 
de plomo y prestar atención a lo que se activa, desactiva, se instala o desinstala.
A primera vista el Kernel es el un archivo que se ejecuta sobre ram, y el es 
el que carga los driver de los dispositivos externos. Es decir, sigue una secuencia 
lógica que empieza por detectar las memorias que tiene asociadas, después pasa 
a detectar los puertos usb, y así con todos los dispositivos. Una vez detectados, 
pasa a cargar el  RFS, que es conjunto de subdirectorios que debe contener el 
sistema. 
Para  hacer  un  Kernel propio,  en  el  siguiente  capítulo  se  explica 
exhaustivamente,  pero  a  grandes  rasgos  se  puede  decir  que  hay  una 
herramienta que tienen todos los Linux que sirve para configurar el Kernel. Que 
es  lo  que  se  desea  implementar.  Para  la  ejecución  del  RFS  se  usa  una 
herramienta llamada OpenEmbedded que crea el RFS, y también crea paquetes 
para instalar en el empotrado. 
Figura 6 Primer menú que aparece en la configuración del Kernel.
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5.3.Personalización.
A continuación se explicará detalladamente como crear una distribución 
propia de Linux con un Kernel personalizado.
Para empezar hay que hacerse con la última versión del Kernel Linux. En la 
página web http://www.kernel.org/ hay todas las versiones de Kernel. Las últimas 
versiones estables, como las primeras versiones. 
Pero para asegurase de que el  Kernel es el adecuado a las necesidades 
siempre es interesante ir a la página web del fabricante para ver que es lo que 
recomienda. 
En  http://www.at91.com/linux4sam/bin/view/Linux4SAM/LinuxKernel,  que 
es la página oficial de Atmel, se pueden encontrar todas las versiones de Kernel 
que soportan sus diferentes dispositivos. En esta página hay una pequeña guía 
de como descargar y configurar los parches para todos los drivers que soporta la 
placa.  En un  Kernel genérico hay los drivers genéricos,  pero los especificos o 
desarrollados a nivel particular y especial se deben cargar con unos parches que 
modifican el código fuente del Kernel.
Así pues siguiendo las instrucciones de dicha página, con un Linux en un 
ordenador de trabajo, se debe hacer:
1. Abrir un terminal y teclear:
 >wget http://www.kernel.org/pub/linux/kernel/v2.6/linux-2.6.30.tar.bz2
     >tar xvjf linux-2.6.30.tar.bz2
  >cd linux-2.6.30
2. Ahora está el  Kernel en un directorio llamado linux-2.6.30 descomprimido y 
listo  para  configurar.Se  tiene  que  descargar  un  parche  para  los  sistemas 
AT91. 
 >wget http://maxim.org.za/AT91RM9200/2.6/2.6.30-at91.patch.gz
 >zcat 2.6.xx-at91.patch.gz | patch -p1
3. Se  descarga  el  parche  para  el  dispositivo  AT91SAM9M10  en  concreto,  se 
descomprime y se aplica:
 >wget  ftp://www.linux4sam.org/pub/linux/2.6.30.at91/2.6.30-at91-
exp.3.tar.gz
 >tar xvzf 2.6.30-at91-exp.3.tar.gz
 >for p in 2.6.30-at91-exp.3/*; do patch -p1 < $p ; done
En este momento ya está  el  Kernel descargado en el  directorio  linux-
2.6.30
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En la página web oficial, se facilita un archivo que es la configuración del 
Kernel.  Este  archivo  es el  que indica  que módulos  se  han seleccionado y  se 
deben cargar en el Kernel. Siguiendo la pauta:
1. Abrir un terminal y teclear lo siguiente para descargar el archivo inicial:
 >  wget  http://www.at91.com/linux4sam/pub/Linux4SAM/LinuxKernel/at91
sam  926yek_defconfig  
 > cd linux-2.6.xx
 >cp at91sam926yek_defconfig .config
 >make ARCH=arm oldconfig 
2. Después de los comandos anteriores tenemos en el archivo de configuración 
que se llama .config, los parámetros básicos para la compilación del Kernel. Si 
se quiere cambiar algún módulo, deshabilitar i habilitar algun driver se  debe 
ejecutar:
 >make ARCH=arm menuconfig 
3. Y finalmente para compilar el Kernel se teclea:
 >make ARCH=arm  CROSS_COMPILE=arm-v5te-linux-gnueabi
Este último comando es para compilar, donde el parámetro que se pasa 
CROSS_COMPILE indica que compilador debe usar. Este compilador es el  arm-
v5te-linux-gnueabi que es el específico para el dispositivo.
En el directorio dentro del  Kernel /arch/arm/boot/zImage está la imagen 
generada. Ahora se procede a convertir  la imagen en una compatible para el 
dispositivo con el siguiente comando, indicándole en que posición de memoria 
tiene que ir grabado, y el nombre entre otros parámetros.
>mkimage -A arm -O Linux -C none -T Kernel -a 70008000 -e 70008000 -n  
linux-2.6 -d arch/arm/boot/zImage linux-2.6.30-uImage
>cp linux-2.6.30-uImage  /srv/tftp/
Una vez creado el Kernel, se tiene que grabar en el dispositivo. Lo más 
sencillo es configurar el entorno de arranque del dispositivo y configurarlo para 
que cargue el Kernel desde red con el servidor.
Se conecta el ordenador con el que estamos trabajando a la placa por el 
puerto serie. Se ejecuta un programa para la lectura de los puertos serie como 
minicom y configurarlo con 115200 baudios, 8 bits de datos, sin paridad y 1 bit 
de stop. Cuando arranque el dispositivo indica un tiempo para parar el arranque. 
Se debe parar y teclear:
>ipaddr 192.168.1.10
>ipserver 192.168.1.100
>netmask 255.255.255.0
- 41 -
Àngel Martínez Barberà                                 
Primero se configura la ip del dispositivo y hay que recordar cambiar la ip 
del  ordenador  de  trabajo  por  192.168.1.100  para  que  se  puedan  comunicar 
correctamente.
>setenv  bootcmd  'tftp  0x72200000  linux-2.6.30-uImage;  bootm 
0x72200000'
>boot
Con el comando escrito en el dispositivo, se le ha copiado el archivo linux-
2.6.30-uImage a la posicion 0x72200000 donde al hacer boot irá a buscarlo.
NOTA: si no está arrancado el servicio NFS en el ordenador no funcionará, 
para ello se escribe en una consola del ordenador >/etc/init.d/nfsserver start.
Si  se  han seguido  todos  los  pasos,  el  Kernel  ya  está  copiado  y  habrá 
arrancado  correctamente.  Para  comprobarlo  hay  que  fijarse  en  el  siguiente 
mensaje:
Figura 7 Está marcado dónde hay que fijarse para saber la versión del Kernel.
Una vez se tiene un Kernel customizado según la necesidad del producto 
se debe que hacer el  RFS.  Para el  RootFileSystem se usan dos programas,  el 
OpenEmbedded y el Bitbake.
El Bitbake es un ejecutador de tareas, mientras que el OpenEmbedded es 
un conjunto de ficheros que están las órdenes que debe ejecutar Bitbake para 
descargar programas, como Mozilla Firefox, y compilarlos para el dispositivo que 
se necesite.
En la página web oficial de OpenEmebedded  http://wiki.openembedded
.net/index.php/Getting_Started se encuentra una pequeña guía de como instalar 
Bitbake y OpenEmbedded. Se recomienda seguir los pasos de esta guía. 
Una vez completada la guía, hay que recordar que cada vez que se inicie 
una sesión de la consola, se deberá teclear:
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>source oe_env.sh
Este comando ejecuta oe_env.sh que es un script que configura el entorno 
de Linux para que pueda trabajar correctamente con el Bitbake. Cuando se está 
trabajando con OpenEmbedded hay que tener  en cuenta algunos ficheros de 
especial importancia como el fichero de configuración del despositivo por el cual 
se  están  compilando  los  programas.  No  hay  que  olvidar  que  en  este  punto 
solamente se tratan programas a nivel de usuario,  y de uso del  Kernel.  En el 
directorio  OpenEmbedded/conf/  está  el  fichero  local.conf,  que  tiene  variables 
como tipo de máquina, dirección de los archivos BB, que son los archivos que 
entiende el Bitbake para ejecutar las órdenes.
En el directorio de OpenEmbedded hay que teclear en una consola:
>git branch
>git branch -a 
De  esta  manera  se  otorgan  permisos  a  los  procedimientos  del 
OpenEmbedded. 
Por defecto en la carpeta recipes hay todos los programas que se pueden 
compilar para el sistema operativo empotrado y que deberán estar situados en el 
rootfs.  Cada una de las carpetas tiene unos archivos con extensión  bb.  Estos 
ficheros  son  los  que  ejecuta  Bitbake.  Hay  que  prestar  atención  a  la  carpeta 
image,  en esta  residen los  archivos  del  Bitbake  para  crear  las  imágenes  del 
rootfs. Por defecto podemos crear la básica que es la que solamente arranca la 
consola por el puerto serie del dispositivo y la podemos usar desde un ordenador. 
Se ejecuta en el directorio de OpenEmbedded:
>bitbake console-image
Después de varios minutos en la carpeta  OpenEmbedded/images hay la 
imágen  del  rootfs con  extensión  jffs2,  lo  copiamos  a  /tftpboot.  Cuando  está 
creado, arrancamos el dispositivo y por el canal serie paramos la ejecución. Se 
debe teclar para pasar el rootfs:
> tftp 0x78000000 *.jffs2
El valor  0x78000000 es la dirección de memoria a la que tiene que ir 
colocado. Ya tendremos el programa.
Para instalar programas después de haber creado y grabado  el rootfs es 
muy sencillo.  Un  ejemplo  es  el  gdbserver.  Para  compilarlo  basta  con  teclear 
dentro del directorio de OpenEmbedded y en un terminal:
>bitbake gdbserver
Este proceso puede tardar un poco, cuando acabe solamente hace falta 
copiar el archivo de salida con extensión ipk, al directorio del servidor que será 
/opt/lampp/htdocs.  Después  en  el  dispositivo  móvil  hay  que  configurar  su 
servidor en el archivo /etc/ipkg/armv5te.feed con la dirección ip del servidor que 
será 192.168.1.100. En la consola del dispositivo escribir:
>opkg install gdbserver
Ahora el dispositivo ya está listo para usar el programa gdbserver. Este es 
el procedimiento para cualquier software.
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Capítulo 6:
COMUNICACIÓN ENTRE 
EL CLIENTE Y EL 
SERVIDOR.
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6.1.Tipo de comunicación.
La  comunicación  que  establece  el  servidor  con  el  cliente  es  una 
comunicación por ip con el protocolo udp que según la wikipedia:
 “User  Datagram Protocol  (UDP)  es un protocolo  del  nivel  de transporte 
basado en el  intercambio  de  datagramas.  Permite  el  envío  de  datagramas  a 
través de la red sin que se haya establecido previamente una conexión, ya que el 
propio datagrama incorpora  suficiente  información  de direccionamiento  en su 
cabecera. Tampoco tiene confirmación ni control de flujo, por lo que los paquetes 
pueden  adelantarse  unos  a  otros;  y  tampoco  se  sabe  si  ha  llegado 
correctamente,  ya  que  no  hay  confirmación  de  entrega  o  recepción.  Su  uso 
principal es para protocolos como DHCP, BOOTP, DNS y demás protocolos en los 
que el intercambio de paquetes de la conexión/desconexión son mayores, o no 
son  rentables  con  respecto  a  la  información  transmitida,  así  como  para  la 
transmisión de audio y vídeo en tiempo real, donde no es posible realizar 
retransmisiones  por  los  estrictos  requisitos  de  retardo  que  se  tiene  en  estos 
casos.”
Este protocolo permite que el servidor esté enviando la información por un 
puerto en concreto, sin necesidad de que lo reciba ningún host. Por tanto, es muy 
útil para cuando hay que enviar una serie de datos en tiempo real, es decir, que 
los  datos  que  se  envían  tienen  validez  respecto  del  tiempo,  no  respecto  la 
información que contiene.
Cuando  un  cliente  quiere  capturar  los  datos  se  conecta  al  puerto 
especificado y recibe los datos, siempre y cuando se la ip a al que se envían. Si 
quiere para de recibir puede cerrar la conexión pero el servidor sigue enviando 
igualmente. El cliente puede reiniciar la conexión cuando quiera, jamás podrán 
leer los datos enviados a él.
 Este sistema es muy útil  para la retransmisión de vídeo y audio. No es 
necesario una conexión. Se envían los datos a una dirección y puede llegar o no. 
El porcentaje de paquetes enviados y recibidos en una red es muy alto, incluso 
en internet.
- 45 -
Àngel Martínez Barberà                                 
6.2.Alternativas.
Hay muchas alternativas al envío de datos por red. Los posibles protocolos 
son:
• TCP  según la wikipedia
“  Transmission  Control  Protocol (en  español  Protocolo  de  Control  de 
Transmisión)  o  TCP,  es uno de los protocolos  fundamentales en Internet.  Fue 
creado entre los años 1973 y 1974 por Vint Cerf y Robert Kahn.
Muchos  programas  dentro  de  una  red  de  datos  compuesta  por 
computadoras pueden usar TCP para crear conexiones entre ellos a través de las 
cuales puede enviarse un flujo de datos. El protocolo garantiza que los datos 
serán  entregados  en  su  destino  sin  errores  y  en  el  mismo orden  en  que  se 
transmitieron.  También  proporciona  un  mecanismo  para  distinguir  distintas 
aplicaciones dentro de una misma máquina, a través del concepto de puerto.
TCP da soporte a muchas de las aplicaciones más populares de Internet, 
incluidas HTTP, SMTP, SSH y FTP.”
TCP da cabida a los protocolos FTP, HTTP que su principal característica es 
que  se requiere  un paquete de confirmación  conforme  se han  entregado los 
paquetes enviados. Si no importa qué paquete llega antes o después es un buen 
método de envío de datos. Si se requiere que los paquetes lleguen en un orden, 
existe  el  protocolo  UDP,  que  cuando  recibe  un  paquete  los  anteriores  ya  no 
tienen sentido. Esto es útil en retransmissiones de vídeo.
• RTP según la wikipedia:
“RTP  son  las  siglas  de  Real-time  Transport  Protocol  (Protocolo  de 
Transporte de Tiempo real). Es un protocolo de nivel de sesión utilizado para la 
transmisión de información en tiempo real, como por ejemplo audio y vídeo en 
una video-conferencia.
Está desarrollado por el grupo de trabajo de transporte de Audio y Video 
del IETF, publicado por primera vez como estándar en 1996 como la RFC 1889, y 
actualizado posteriormente en 2003 en la RFC 3550, que constituye el estándar 
de Internet STD 64.
Inicialmente se publicó como protocolo multicast, aunque se ha usado en 
varias aplicaciones unicast.  Se usa frecuentemente en sistemas de streaming, 
junto a RTSP, videoconferencia y sistemas push to talk (en conjunción con H.323 
o SIP). Representa también la base de la industria de VoIP
La RFC 1890, obsoleta por la RFC 3551 (STD 65),  define un perfil  para 
conferencias de audio y vídeo con control mínimo. La RFC 3711, por otro lado, 
define SRTP(Secure Real-time Transport Protocol), una extensión del perfil de RTP 
para  conferencias  de  audio  y  vídeo  que  puede  usarse  opcionalmente  para 
proporcionar confidencialidad, autenticación de mensajes y protección de reenvío 
para flujos de audio y vídeo.
Va de la mano de RTCP(RTP Control Protocol) y se sitúa sobre UDP en el 
modelo OSI.“
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Capítulo 7:
EL SOFTWARE 
ESPECÍFICO
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7.1.Introducción  a  la  programación  para 
empotrados.
Cuando se habla de un sistema operativo empotrado Linux, la idea que a 
todo programador, o a toda persona relacionada, le veien a la cabeza es una 
pantalla en negro que espera a que se le  entren comandos.  De hecho es la 
primera información que da el dispositivo. Un desarrollador de aplicaciones Linux 
lo primero con lo que se tiene que entender es con la consola, ya que es la base 
de todo el Linux. Es la interfície, el puente comunicador entre el desarrollador y 
la placa.
Si  se  quiere  hacer  una aplicación  específica  que tenga una función en 
concreto es necesario arranca un escritorio en el dispositivo y crear un programa 
para  aquel  entorno.  Existen  unas  librerías  llamadas  Qt,  que  dan  slución  al 
problema.  Las  librerías  Qt   son  unas  librerias  gráficas  para  poder  hacer 
aplicaciones gráficas, rápidamente.
Para la creación de este proyecto se ha grabado un imagen del  Kernel, 
como se ha explicado antes, con los mínimos drivers y el rootfs con todas las 
librerias Qt y todas las de gstreamer.
Una vez se tiene cargado, solamente se puede comunicar con la placa por 
la consola serie. 
Encontrar  unas  librerias  que  aporten  al  programador  sencillez  y 
versatilidad es muy dificil. Hay otras alternativas, como programar directamente 
en  C.  Un  sistema  Linux  puede  ejecutar  archivos  de  texto  con  código  C 
directamente. Pero el tratamiento de un programa en C es un tratamiento de 
datos  sin  filtro,  es  a  un  nivel  muy  bajo.  Que  sea  un  nivel  bajo  da  muchas 
opciones pero dificil de utuilizar y de llevar un control cómodo del programa. 
En realidad si  se programa en C se está haciendo lo que otros ya han 
hecho para controlar dispositivos.  En programación eso nunca se debe hacer, 
siempre hay que aprovechar al máximo lo que ya está creado para concentrar los 
esfuerzos en nuevas creaciones. Por tanto, usar unas librerías como las Qt que 
dan facilidad de uso y que implementan librerias de uso general es una excelente 
elección.
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7.2.Librerías Qt.
Según la wikipedia las librerías Qt son:
“Qt es una biblioteca multiplataforma para desarrollar interfaces gráficas 
de usuario y también para el desarrollo de programas sin interfaz gráfica como 
herramientas de la consola y servidores. Qt es utilizada principalmente en KDE, 
Google Earth, Skype, Qt Extended, Adobe Photoshop Album, VirtualBox y Opie. Es 
producido por la división de software Qt de Nokia, que entró en vigor después de 
la adquisición por parte de Nokia de la empresa noruega Trolltech, el productor 
original de Qt, el 17 de junio de 2008.
Qt  es  utilizada  en  KDE,  un  entorno  de  escritorio  para  sistemas  como 
GNU/Linux o FreeBSD, entre otros. Qt utiliza el lenguaje de programación C++ de 
forma  nativa,  adicionalmente  puede  ser  utilizado  en  varios  lenguajes  de 
programación a través de bindings.
Funciona en todas las principales plataformas, y tiene un amplio apoyo. El 
API de la biblioteca cuenta con métodos para acceder a bases de datos mediante 
SQL,  así  como  uso  de  XML,  gestión  de  hilos,  soporte  de  red,  una  API 
multiplataforma unificada para la manipulación de archivos y una multitud de 
otros para el manejo de ficheros, además de estructuras de datos tradicionales.
Distribuida  bajo  los  términos  de  GNU Lesser  General  Public  License  (y 
otras), Qt es software libre y de código abierto.”
Estas  librerias  son muy populares  en entornos  Linux y  en  entornos  de 
programación de sistemas empotrados. Tienen muchos tipos de definiciones para 
objetos.  Como estas  librerías  funcionan  escritorios  como KDE,  que  es  el  que 
utiliza OpenSuse, se puede provar el programa antes de cargarlo al equipo en 
OpenSuse y ver que falla, o que se puede mejorar.
Una diversidad de programas usan dichas librerías como el reproductor de 
vídeo VLC, el chat de voz por ip Skype, grabador de vídeo MythTV, Google Earth, 
Adobe Photoshop Album, etc. Como se puede ver son famosas entre aplicaciones 
que son gratuitas. 
En este proyecto se usan librerias Qt por la facilidad de incorporar botones, 
tienen un soporte muy sencillo a entradas de eventos de la pantalla táctil, y por 
que se pueden arrancar aplicaciones como si se ejecutasen directamente con la 
consola de Linux.
Como  se  ha  comentado,  lo  que  hace  que  sigan  vivas  y  que  se  sigan 
utilizando  estas  librerias  que  estaban  a  punto  de  quedarse  obsoletas  fue  la 
compra  por parte de Nokia y su uso en todos sus dispositivos.  Más tarde el 
apoyo del mundo Linu con los escritorios KDE da otra salida importante para que 
se conozcan y los programadores las usen.
Como se usan en un entorno Linux mayoritariamente, los programadores 
tienen  tendencia  a  usarlas  y  a  mejorarlas,  dar  consejos  y  crear  aplicaciones 
nuevas para toda la comunidad Qt. Hay un gran foro de uso de las librerías Qt 
que diversos desarrolladores de Qt responden a las dudas de los usuarios.
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7.3.Crear un programa.
Para crear programas en Qt se puede hacer con un editor de textos para 
programadores  avanzados o con un entorno de desarrollo  que proporciona la 
empresa  Trolltech,  que  se  llama  QtCreator.  Se  recomienda  que  para  un 
principiante empezar con QtCreator, ya que tiene ayuda mientras escribes y da 
soporte  de  las  posiblidades  que  acepta  cada  objeto.  QtCreator  también  da 
soporte gráfico de diseño de los formularios.  Es decir,  que se puede crear el 
formulario  añadiendo  o  quitando  componentes  que  se  ven  al  momento,  su 
situación, color, etc.
Los  programadores  expertos  usan  el  QtCreator  por  la  ayuda,  y  por  el 
soporte al escribir, los colores para saber si se ha omitido algún paréntesis, pero 
jamás usan el editor de formularios. En este proyecto se ha hecho una mezcla del 
uso del editor de formularios. Se ha creado la pantalla principal con el editor, de 
formularios, mientras que las otras pantallas se han creado mediante código. 
Figura 8 Imágen del QtCreator. Se pueden leer como se programan las 
conexiones Signal-Slot.
Una vez  que se ha escojido como hacer  el  formulario,  ya  no hay más 
diferencias en un programador experto con un principiante todos deben usar la 
metodología de programación con “Signals” y “Slots”.
Programar con este método es sencillo. Los “Signals” son las acciones que 
de entrada que pueden producirse, por ejemplo, el click de un botón. Cada acción 
puede  tener  asignado  un  “Slot”  que  es  la  reacción  a  dicha  acción.  Así  pues 
cuando arranca el formulario se introducen las conexiones “Signals-Slots”.  Los 
“Slots”  pueden  ser  genéricos  como  cerrar  el  formulario  actual,  salir  de  la 
aplicacion, etc, pero también se puden crear propio como ejcutar un archivo y 
cambiar un color. Las acciones no se pueden crear los propios, si no que existen 
segun las propiedades de cada objeto.
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Una vez  se  ha creado  el  formulario  y  las  conexiones  entre  acciones  y 
reacciones,  ya  se  puede  compilar.  Para  compilar  se  le  debe  decir  para  que 
dispositivo. Cuando no es definitivo se recomienda compilar para el ordenador 
donde  se  está  programando,  accediendo  a  “Herramientas->Opciones”  y  en 
compiladores se debe añadir el archivo “qmake” que está situado en /usr/bin.
Cuando esté configurado, en el menú “Contruir->Ejecutar” se recompila 
todo el proyecto y se ejecuta en el ordenador en cual se está trabajando y se 
puede comprobar  la funcionalidad del  programa,  si  las conexiones están bien 
asociadadas y funciona como se desea.
Cuando  el  programa  tiene  el  correcto  funcionamiento  se  procede  a 
compilar para el dispositivo específico. Se abre una consola de Linux y se va a l 
directorio  /opt/AT91SAM/oe/openembedded/recipes  y se  crea  una carpeta  que 
por ejemplo se podría llamar pfc. En esta carpeta se crea una nueva carpeta con 
el nombre files y se copian todos los archivos fuente de la aplicación creadad con 
QtCreator. Cuando ya estan copiados en el directorio anterior, en el pfc, hay que 
crear un archivo para la ejecución de Bitbake con el nombre pfc_1.0.bb. En este 
proyecto el fichero es:
inherit qt4e
PR = "r0"
SRC_URI = "file://keyeventcontroller.cpp \
   file://keyeventcontroller.h \
   file://physbutton.cpp \
      file://physbutton.h \
   file://main.cpp \
   file://mainwindow.cpp \
   file://mainwindow.h \
   file://moc_mainwindow.cpp\
   file://mainwindow.ui \
   file://Img1.qrc \
   file://qrc_Img1.cpp \
   file://pfc1.pro"
S = ${WORKDIR}/
FILES_${PN}-dbg += "${bindir}/.debug"
do_install() {
export INSTALL_ROOT=${D}
oe_runmake install
}
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Los archivos están en una carpeta que se llama files. Así pues en SRC_URI 
hay que decirle que archivos son los que debe compilar. Y ahora es el turno de 
usar  Bitbake.  Ahora  es  el  momento  de  generar  las  compilaciones  para  el 
dispositivo.  En  un  terminal  de  Linux,  se  accede  al  dierctorio 
/opt/AT91SAM/oe/openembedded/recipes/pfc1/files/  y se teclea:
>qmake
>make clean
>make
Ya están los archivos preparados,  se cambia de directorio y se compila 
usando Bitbake tecleando:
>cd /opt/AT91SAM/oe/
>bitbake -b OpenEmbedded/recipes/pfc/pfc_1.0.bb -c compile -D
El  archivo  compilado  está  en  el  directorio  /opt/AT91SAM/oe/tmp/
work/armv5te-angstrom-linux-gnueabi/  . Solo hace falta copiar al dispositivo un 
método sencillo es insertar una memoria USB y copiar un archivo. Encender el 
dispositivo y mediante la consola por puerto serie del dispositivo teclear:
>ls /media/
Una memoria USB en este dispositivo se llama sd* donde el asterisco es 
cualquier letra, normalmente una a. Cuando se ha identificado se copia el archivo 
a /home/root:
>cp /media/sda/ /home/root/
Para ejecutarlo se teclea en el terminal serie:
>/home/root/pfc -qws
Se añade -qws para indicar al sistema empotrado que para interpetrar el 
código debe usar  las  librerías  Qt.  Si  no se  añade no entiende para  qué está 
compilado y no funciona. 
En el manual de usuario de este proyecto se explica como usar el software.
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Capítulo 8:
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8.1.Bibliografía 
Las referencias bibliográficas son de:
http://es.wikipedia.org/
La  mayoría  de consultas  de  este  proyecto  se  han  hecho a  páginas  de 
internet, mayoritariamente a foros de internet donde se desarrollan y se explican 
proyectos y como se han solucionado. 
Se empezó este proyecto con un kit de desarrollo de Freescale, y muchos 
conocimientos de funcionamiento se adquirieron del uso de este. Las consultas 
de este kit de desarrollo son las siguientes.
Página web de información general de productos:
 http://www.freescale.com
Página web específica del producto i.MX27:
            http://www.freescale.com/webapp/sps/site/prod_summary.jsp?code=i.MX27  
Página web de aplicaciones posibles de este dispositvo:
            http://www.arm.com/community/display_product/rw/ProductId/2016/  
Página web de especificaciones concretas de este dispositvo con sus datasheets de desarrollo:
            http://www.phytec.com/products/sbc/ARM-XScale/phyCORE-ARM9-i.MX27.html  
 Más tarde se usó el kit de desarrollo de Atmel que es con el que se 
basa este proyecto. La bibliografia es la siguiente.
Página web de general y de presentación de los productos AT91:
            http://www.at91.com/  
Página web del desarrollo de los productos AT91 que hay en el mercado y como usarlos:
            http://www.at91.com/linux4sam/bin/view/Linux4SAM/  
Foro de AT91 usado para dudas de como implementar librerias Qt en este dispositivo:
            http://www.at91.com/forum.html  
Seminario ofrecido por EBV con ponientes de Atmel. Ofreciendo la posiblidad de implementar las 
librerías Qt como se usan en este proyecto. Por tanto la solucion aportada a este problemas es la 
solución para la que se ha diseñado.
También se ha usado una bibliografía especfícia para el desarrollo de los 
programas usando las librerías Qt.
Generalidades:
            http://qt.nokia.com/developer  
Herramientas de programación:
            http://qt.nokia.com/products/developer-tools  
Ejemplo de un “HolaMundo”:
            http://blogs.vandal.net/2192/vm/1352923122007  
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              Diseño de un sistema de vídeo vigilancia con conexión a red Ethernet  
Diseñar una interfície de usuario:
            http://www.commandprompt.com/community/pyqt/  
Información para desarrolladores:
            http://qt.nokia.com/developer  
Librerias Qt:
            http://qt.nokia.com/products/library  
Foro para dudas de Qt:
            http://www.qtcentre.org/forum.php  
Otras  páginas  de  ayuda  referente  a  entorno  Linux  que  se  ha  extraído 
información, quiza no tan específica, pero si han sido de utilidad para entender 
Linux.
            http://www.linuxfordevices.com/  
            http://www.uclinux.org/  
            http://www.ptxdist.org/software/ptxdist/index_en.html  
            http://www.oselas.com/oselas/index_en.html  
            http://www.ptxdist.org/software/ptxdist/index_en.html  
            http://www.eclipse.org/  
            http://www.linux-es.org/  
            http://es.opensuse.org/Bienvenidos_a_openSUSE.org  
 Se han consultado multitud de foros puntualmente que han dado solución 
a pequeños problemas. Es de gran utilidad usar el Google para cualquier dudad 
el cual da oportunidad de visitar foros minoritarios donde ya se han solucionado 
esos problemas puntuales.
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