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In this paper we design and implement a microcomputer interlocking simulation 
system (MISS) and a kernel fault-tolerant system based on checkpoint mechanism. 
The microcomputer interlocking simulation system can provide a good experiment 
environment for people who study the security of interlocking system. And it will help 
train railway workers. Checkpoint mechanism is the important base of system 
fault-tolerant, software debug technique and system load balancing. 
Based on Fuzhou railway station, MISS implements the complicated 
communication between several subsystems through defining network communication 
protocol. The core design which employs both linked list and array brings good 
system extensibility. Path searching algorithm with the complexity of O(n) supports 
multi-path parallel searching. And it implements the function of multi-path parallel 
simulation by effective buffer management. 
Fault-tolerant system takes advantage of the mechanism of dynamic linkage and 
dynamic loadable modules supported by Linux to make the system run in kernel level. 
It uses the advantage of kernel-level implementation to improve the system 
performance. And it overcomes the drawbacks several existing implementations, 
accomplishes complete transparent to applications, avoids the modification and 
recompilation of applications and extends system’s application. The system takes an 
extendable checkpoint file layout to make data in file compact. With regard to file 
system, it directly exports the absolute path name of file and directory to increase the 
precision of system. It also keeps away from the shortage of traditional wrap 
technique which asks second encapsulation of runtime library. With regard of signal 
subsystem, fault-tolerant gets out from harassment of signal implementation 















dirty-bit ”  algorithm to identify the difference between two checkpoints, it 
implements an increment checkpoint to improve system performance. 
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Libckpt 是个在用户级实现的检测点系统，它使用标准的 Unix 系统调用，








操作。Libckpt 对用户而言还不是完成透明的，为了使 Libckpt 在用户程序开始
运行时刻就得到对用户程序的控制权，用户必须修改程序的入口（把 main（）










处理程序中完成的，因此利用 Condor 的系统还要修改信号量 SIGTSTP 的处理程
序指针，以改变 POSIX 对该信号默认行为的规定，从而限制了其使用范围。同时
为了实现远程系统调用实现机制，任何提交给 Condor 的任务都必须和新的链接
库 libcondor.a 重新链接。 
由 Bell 实验室开发的 NT-SwiFT 系统 早被实现在 Unix 平台上，后来又被
移植到 NT 上。该项目实现了 NT 进程的检查点设置与恢复。它利用了 NT 系统中



















查点，因此作者在其文章中坦言 SwiFT 无法完全保证检查点设置的正确性。 
WinNTCkpt 是一个基于 Win32 标准 API 系统调用的，在应用层上实现的检测






去。由此可知，WinNTCkpt 在透明性上比 Libckpt、Condor 和 NT-SwiFT 更佳。





如上所述，目前检测点容错系统的研究主要集中在 Unix 和 WinNT 系统上，
随着免费开源系统 Linux 的应用日益普及，实现基于 Linux 的检测点系统越来越
有必要。同时 Linux 是开放源代码的操作系统，这为实现性能较高的内核级检测
点系统提供了有力保障，本文所实现的基于检测点机制的容错系统 CkptMod 就是
基于 Linux 2.4.20 内核的。 
1.3 容错系统 CkptMod 的特点 


























操作存在了潜在冲突。本课题利用 Linux 特有的 Proc 文件系统，可指用户的指
导动作迅速完成，清除了上述的潜在冲突； 
（4）在内核和检测点系统中引入的中间层，不但可以实现内核层和容错系
























































































































































































typedef struct { 















    int type；    //设备类型 
    int index；    //设备权值 
    int status；    //设备状态 
    int search_status；  //设备查找表 
    char name[7]；   //设备名字 
    int left[2]；    //设备左节点坐标 
    int right[2]；   //设备右节点坐标 
    int middle[8];   //设备中间节点坐标 
} node; 
在联锁系统初始化时，我们建立一个二维数组 dev[TYPE_NUM][ ID_NUM]，
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