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Проблема визначення та тлумачення, реалізації і захисту права на приват-
ність актуалізується в сучасному світі у зв’язку з розвитком інформаційно-
комунікаційних технологій, глобалізацією та розповсюдженням універсальних 
концепцій прав людини. Визначення права на приватність ґрунтується на розу-
міннях її як недоторканості приватного життя особи, невтручання до особистої 
сфери, контролю над особистими даними, автономії у приватній сфері, визна-
ченої обмеженості комунікації, можливості приховувати власну інформацію чи 
поділитися нею, вибіркового розголошення відомостей тощо. Терміни, яким 
позначається це явище, теж досить різноманітні, зокрема використовуються 
«приватне життя», «прайвесі (як калька з англ. privacy)», «приватність», «кон-
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фіденційність», «таємниця особистого життя», «недоторканість приватного 
життя», «приватна сфера». Видається, термін «приватність» досить вдало відо-
бражає зміст проблемних питань та охоплює найбільш широке коло відповід-
них відносин. Немає єдності щодо змісту приватності в міжнародних і націона-
льних правових актах, хоча право на приватність закріплене й гарантоване як 
одне з фундаментальних прав людини.  
Концепції приватності передбачають широкий діапазон тлумачень. Так,  
В. О. Серьогін розглядає низку варіантів, а саме: прайвесі як право бути зали-
шеним у спокої, як обмежений доступ до себе, як секретність, як контроль над 
персональною інформацією, як захищену індивідуальність, як інтимність  
[Див.: 1, c. 107-140]. Такі концепції можуть бути як однорідними, так і синтети-
чними. Однорідні зосереджуються на центральній ідеї, наприклад, на здатності 
людини зупинити розповсюдження особистої інформації інакше, ніж серед тих 
людей, яких вона сама обирає. Недоліки однорідних концепції – висвітлення 
лише однієї сторони проблеми та відсікання складних випадків і граничних пи-
тань. Синтетичні концепції передбачають складну структуру приватності. Як 
стверджує Дж. В. ДеКью, є «три групи вимог приватності, які перетинаються»: 
інформаційна (контроль над особистою інформацією), приватність доступу (не-
допущення і контроль за спостереженням, вибір щодо фізичної близькості), 
приватність вираження (самоідентичність, індивідуальність) [2, с. 75-77]. Враз-
ливість синтетичних концепцій – у різнорідності питань, які вони намагаються 
об’єднати і відсутності ядра, навколо якого можна вибудувати логічну структу-
ру. Спільна проблема всіх концепцій приватності – те, що вони, здебільшого, 
занадто широкі, а застосування та захист відповідних прав людини базуються 
на конкретному, досить вузькому, переліку. Ускладнює проблему приватності 
невизначеність її основних компонентів, як-то зміст приватного життя або осо-
бистої інформації.  
Одне з визначень приватного життя трактує його як «сферу життєдіяльності 
людини, що являє собою сукупність явищ, які характеризують існування і ви-
значають розвиток людини як приватної (пересічної) особи, стосуються тільки 
її, не пов’язані з виконанням нею публічних функцій і вилучені з поля зору 
громадськості» [1, c. 194]. Однак під правовий захист підпадають питання сі-
мейного життя людини, що стосуються не тільки її, або питання особистої ко-
респонденції, яка здійснюються принаймні між двома особами. До того ж, лю-
дина може змінити статус з приватної особи на публічну; так само свій харак-
тер можуть змінити сукупність явищ особистого життя.  
Постають питання визначення того, що може бути «публічним», а що «при-
ватним». Як зазначає К. С. Сакович, «публічність можна охарактеризувати як 
раціональний консенсус, процес вирішення проблеми в житті громадянського 
суспільства, яка стосується всіх рівним чином. Публічній сфері властивий фор-
мат комунікацій в єдиному часі, місці та просторі, особиста взаємодія між уча-
сниками, раціональне, критичне мислення, відсутність ієрархій і свобода слова. 
Приватність протилежна у своїх характеристиках: вона має емоційно-
суггестивну природу, базується не на рівності, а на прийнятті соціальних, часом 
асиметричних ролей. Метою приватної комунікації стає тимчасовий баланс її 
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учасників і маніпуляція» [3, c. 35]. Але наскільки до публічної сфери належить 
комунікація, що має спірний характер, скажімо, особистий блог, в якому особа 
опублікувала інформацію для вузького кола осіб, а потім було змінено налаш-
тування конфіденційності й відомості стали відкритими широкому загалу? Де 
пролягають кордони приватності в інформаційно орієнтованому світі? Як за-
безпечити невтручання до приватного життя, якщо у своєму розвитку техноло-
гічні засоби значно випереджають правові механізми?  
У резолюції Генеральної Асамблеї ООН від 18 грудня 2013 р. «Право на прива-
тність у цифрову епоху» підкреслено глобальну й відкриту природу Інтернету і 
швидкий розвиток у сфері інформаційних та комунікаційних технологій як ру-
шійної сили для прискорення прогресу на шляху до розвитку в різних формах. В 
документі підтверджено: «ті ж права, що люди мають в оффлайн-режимі також 
повинні бути захищені онлайн, в тому числі право на приватність» [4]. Проте за-
безпечити певний рівень онлайн-захисту досить складно. В тому числі за рахунок 
ставлення людей до реалізації й захисту своїх прав в онлайн-режимі, а також змі-
щення акцентів у питаннях приватності в інформаційному суспільстві, викорис-
танні можливостей кіерпростору. Останній породжує не тільки зміну комунікації, 
але й гнучку ідентичність. Набувають популярності нпитання віртуального відо-
браження особи в мережі, з’являються такі конструкції, як «віртуальна особис-
тість», «цифрова особа», «цифровий громадянин» тощо. Віртуальний образ люди-
ни та цілісна віртуальна особистість безпосередньо впливають на сучасне розу-
міння та реалізацію права на приватність. Додаткова небезпека полягає у неспів-
мірності зусиль на підтримання віртуального образу зі збереженням розумного 
рівня приватності. У сучасному, інформаційно орієнтованому світі відбувається 
зміщення акцентів приватного і публічного. Люди все частіше використовують 
Інтернет для діяльності, що вони сприймають як «приватну» комунікацію (для 
зв’язку з друзями, родиною, соціальними групами)» [5, с. 4]. Причому зміни у 
сприйнятті стосуються навіть публічних майданчиків, де особа має свою віртуа-
льну нішу, хоч і на спільній платформі. Так, соціальні мережі передбачають бага-
то можливостей для реалізації особистості, її віртуальних образів, однак поро-
джують нові загрози для приватності. Приміром, накопичувана там інформація 
складає великі бази особистих даних, містить поведінкові, непрямі відомості про 
користувачів, за якими можна встановити реальну людину. Окрім того, соціальні 
мережі засновані на непрозорій та суперечливій політиці конфіденційності та не 
можуть надавати особі повного контролю над відомостями особистого характеру. 
Якщо людина мало обізнана у специфіці деяких технологій, то ймовірно не уяв-
ляє, яка саме інформація потрапляє до глобальних і локальних комунікаційних 
мереж. Значна частина сайтів потребує великої кількості персональних даних для 
створення віртуального профілю або розширення його можливостей. Поява різ-
номанітних пристроїв з мобільними версіями сайтів надає не тільки більш глибоке 
занурення у віртуальні світи, але містить небезпеку в питаннях збереження та за-
хисту приватності. 
Способи ураження приватності у сучасному світі розширюються також на 
добровільній основі, коли людина відкрито викладає у комунікаційні мережі 
особисті дані або висвітлює своє приватне життя, причому ретроспективної 
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можливості приховати якісь відомості майже не існує. Тому слід підкреслити 
дві тенденції: по-перше, відкритості та деанонімізації в публічному віртуально-
му просторі, по-друге, зростаючого накопичення різноманітних даних про осо-
бу у комунікаційних мережах.  
Інформаційно-комунікаційні технології поступово змінюють ставлення лю-
дей до питань приватності. До того ж, люди звикають до винесення особистих 
питань у площину публічної комунікації та взаємопроникнення різних сфер 
життя, поступаються приватністю задля власної зручності, можливостей кому-
нікаційних мереж і безперешкодного доступу до кіберпростору, що у кінцевому 
рахунку зменшує рівень очікувань щодо збереження та захисту приватності.  
Рівень захисту приватності має бути таким, щоб мінімізувати загрози особис-
тої безпеки в інформаційному суспільстві. З урахуванням об’єктивних тенден-
цій розвитку технологій, впевненим настанням інформаційного віку, зростан-
ням значення кіберсередовища та глобальним характером комунікаційних ме-
реж, проблеми приватності потребують розумного правового регулювання. 
Останнє, ймовірно, буде здійснюватися на самоврядних засадах. Вельми вірогі-
дно, що знадобиться усвідомлена, активна поведінка користувачів та певний 
саморозвиток особи, підвищення інформаційної грамотності для збереження її 
приватності. Традиційних правових засобів та інструментів в сучасному світі 
недостатньо для того, щоб вирішити проблеми приватності, тому потрібно зо-
середитися на правових механізмах запобігання вторгнень до приватного жит-
тя, розробці гнучкої правової бази, критеріїв можливого втручання до приват-
ності та його межах в інформаційно орієнтованому суспільстві.  
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