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Penerapan Aturan Possibility SQL Injection pada Sebuah Web Server 
Oleh: 
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ABSTRAK 
 
Keamanan merupakan salah satu faktor penting yang harus diperhatikan dalam membangun 
sebuah website. Hal tersebut menjadi sebuah tantangan tersendiri bagi para pengembang 
website, karena tidak ada jaminan yang pasti akan defenisi „aman‟ itu sendiri. “tidak ada 
sistem yang benar-benar aman”, bukanlah sebuah pernyataan semata, namun telah dirasakan 
dalam realitas. Website UMK yang berada di web server merupakan website yang digunakan 
sebagai media dan sarana informasi kampus. Mengingat  website ini dapat diakses secara 
luas, maka tujuan dari penelitian ini adalah perlunya memberikan keamanan pada web Server. 
Terdapat beberapa cara yang dapat digunakan untuk melakukan pengujian terhadap kemanan 
web Server. Metode yang kami gunakan adalah teknik forensik pada sebuah jaringan 
denganmenerapkan aturan posibilityinjectionon.SQL injection adalah kerentanan yang terjadi 
ketika penyerang memiliki kemampuan untuk mempengaruhi Structured Query Language 
(SQL) query yang melewati suatu aplikasi ke databaseback-end. Penelitian ini menerapkan 
aturan posibilityinjection pada tools yang dipasang di Web ServerUniversitas Muria Kudus 
menggunakan IDS Snort sebagai identifikasinya, sehingga dengan pemberian aturan snort / 
rule sebagai alternatif yang dapat memberikan peringatan dari serangan (intruder) yang  
masuk ke jaringan. 
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