Abstract-In this work we propose a new image watermarking approach using data modulation. This technique consists at first step in getting the first color in case of RGB image which is a two dimensional matrix. Then the Discrete Cosine Transform (DCT) is applied to that matrix and the Watermark signal is inserted into the DCT values. This Watermark signal is obtained after amplitude modulation of the original speech signal. After inserting the watermark signal, the inverse of DCT is applied in order to produce the watermarked asset. The extraction process is performed by subtracting the original DCT coefficients from the watermarked image ones. After extracting the modulated signal, it is demodulated in order to recover the original signal.
Introduction
Embedding a hidden bits stream in a file is named Digital Watermarking. The file could be a text, an image, an audio, or a video. In nowadays, digital watermarking has many applications like broadcast monitoring, owner identification, proof of ownership, content authentication, transaction tracking, device control, file reconstruction and copy control [1] . In literature, the host file is named the "asset" and the bit stream is called the "message". The major specifications of a watermarking system are: -Imperceptibility, -Robustness (Against intentional attacks or unintentional ones such as compression) and Capacity.
Importance of each depends on the application. As a matter of fact there exists a trade-off between these factors [2] . Even though watermarking in some literature includes visible imprints, in this paper we only mean the invisible embedding of the data. Author in [3] , has showed how to use MATLAB for implementing image watermarking algorithms. These algorithms include the most famous ones which are widely used in current literature or more complex methods are based upon. These are generallyclassifiedintothree classes [2] :
• Watermarking in Spatial Domain.
• Watermarking in Spectral Domain.
• Watermarking in Hybrid Domain.
The spatial domain watermarking techniques are simpler and are less robust against different geometric and nongeometric attacks [4] . The representative transform domain algorithms embed the watermark by modulating the magnitude of coefficients in a transform domain, such as DWT [5] and SVD [6, 7, 8, 9] . Transform domain techniques can allow more robustness against many common attacks and more information embedding. Nevertheless the computational cost is higher than spatial-domain watermarking techniques.
DWT is very appropriate for identifying areas in the cover image where as a watermark can be imperceptibly embedded due to its good properties of spatio-frequency localization. An important mathematical property of SVD is that slight variations of singular values don't have any influence on the visual perception of the host image, which motivates the watermark embedding procedure to achieve robustness and good transparency [10] .
In the next section, we will present with details the new proposed image watermarking approach. The third section is devoted to results and evaluation.
II. The proposed technique of image watermarking
In this work, we propose a new image watermarking approach using data modulation. This approach consists firstly in getting the first color in case of RGB image which is a 2D matrix. Then the Discrete Cosine Transform (DCT) is applied to this matrix and the watermark signal is inserted into the obtained DCT values. This watermark signal is obtained after amplitude modulation of the original speech signal. After embding the watermark signal, the inverse of DCT is applied in order to obtain the watermarked asset. The extraction process is simply subtracting the original DCT coefficients from the watermarked image ones. After the extraction of the modulated signal, the latter is demodulated in order to recover the original signal. In Fig. 1 , is illustrated the follow chart of this technique: The processing of the Matrix obtained from the application of the DCT to the image to be watermarked, is detailed in [3] . As shown in Fig. 1 ., the watermark signal is the modulated signal y(n). The latter is obtained from the amplitude modulation of the signal x(n) which is obtained by multiplying the speech signal, s(n) by a tuning parameter α. When there is no attack performed on the Watermarked Image, α is equals to 1 (Fig. 1.) . Fig. 2 and 3 illustrate an example of data embedding in an original image of Woman (Fig. 3: (a) ). This example is obtained in case of no attack performed on the watermarked image ( α=1 ). This example shows clearly a very good quality of the watermarked image and an acceptable quality of the reconstructed speech signal after extraction and this by referring to the values of the PSNR, the SSIM and the SNR.
In order to test the robustness of the proposed image watermarking system, a module of a JPEG compression attack is added to that system so it becomes as follow: In Fig. 5 , is illustrated the system of watermark signal extraction. According to this figure, the first step of this system consists in applying the DCT to both original and watermarked images. In order to obtain the watermark signal, the second step consists in subtracting the DCT coefficients obtained from the watermarked image Ir from those obtained by applying the DCT to the original image I. The extracted watermark signal is then demodulated and the obtained signal is multiplied by 1/α in order to have the speech signal.
III. Criteria of evaluation
Different functions are used to test the performance of the watermarking through the examining tests on the resulted watermarked image.
A. Imperceptibility
The imperceptibility of the watermark is tested through the comparison between the watermarked image and the original one. Different tests are usually employed in this regard.
B. Mean Square Error (MSE)
The Mean Squared Error (MSE) is one of the earliest tests that were performed to test if two images are similar. It is expressed as follow:
(1)
C. Pick Signal to Noise Ratio (PSNR)
Pick Signal to Noise Ratio (PSNR) is a better test since it takes the signal strength into consideration (not only the error). It is expressed as follow:
The main problem about the previous two criteria is that they are not similar to what similarity means to human visual system (HVS). Structural Similarity (SSIM) is a function expressed in equation (8) and introduced by Wang et. al. [11] for overcoming this problem to a great extent.
(3)
Where μ, σ and σxy are respectively the mean , variance, and covariance of the images, and c1, c2 are the stabilizing constants
E. Robustness
The robustness of a watermark technique can be evaluated by performing attacks on the watermarked image and evaluating the similarity of the extracted message to the original one.
IV. Results and discussion
In this part, we test the proposed image watermarking technique on a number of color images and we compute the MSE and PSNR between the original image and the watermarked one. To solve this speech distortion problem after image watermarked attack, we have varying the value of the tuning parameter α in order to have a compromise between the quality of reconstructed speech signal after extraction and that of the watermarked image. According to these results and in case of , the proposed technique permits the obtain a watermark signal and a watermarked image with good quality and this by refeering to PSNR, SSIM and SNR. Though, this proposed technique is not robust against jpeg compression attack ( ) and the watermark is completely distorted (Fig. 5) . To solve this problem, we have multiplied the speech signal by a tuning parameter which permits to improve the watermark signal quality and recover information. In fact, these results show that when we increase the value of ,the quality of the extracted speech signal getting better and better. Whereas the quality of the watermarkerd image is getting worse and worse. Therefore we have to select the good values of ,that ensure acceptable qualities of both the watermarked image and the extracted watermark signal.
In TABLE I are listed the results obtained from SNR, PSNR and SSIM computations and this for the proposed technique and the watermariking technique based on DCT and proposed in [3] . A COMPARATIVE STUDY According to these results and when there is no attack performed on the watermarked image, the proposed technique permits to improve the quality of the watermarked image when compared to the image watermarking technique based on DCT [3] and this based on the PSNR computation. Whereas, according to SNR computation, the extracted watermark (the speech signal) obtained from the proposed technique, is with worse quality when compared to the extracted watermark obtained from the image watermarking technique based on DCT [3] and this due to the amplitude modulation. These results also show that the proposed technique outperforms the watermarking technique proposed in [3] and this precisely when the JPEG compression attack is applied to the watermarked image. When using the tunning parameter α in case of applying the JPEG compression attack to the watermarked image, there is a compromise that should be insured in order to obtain an extracted watermark and a watermarked image with acceptable qualities.
V. Conclusion
In this paper we have proposed a new image watermarking technique using data modulation. This technique consists at first step in getting the first color in case of RGB image which is a two dimensional matrix. Then the Discrete Cosine Transform (DCT) is applied to that matrix and embedding the watermark signal into the DCT coefficients. This watermark signal is obtained from performing two steps where the first one consists in multiplying the speech signal (information to be embedded) by a tuning factor α. The second step consists in applying the amplitude modulation to the signal obtained in the first step. After inserting the watermark signal, the inverse of DCT is applied in order to have the watermarked asset. The extraction process is simply subtracting the original DCT coefficients from the watermarked image ones. After extracting the modulated signal, it is demodulated and multiplied by 1/α, in order to recover the original signal. and when there is no attack performed on the watermarked image, the proposed technique permits to improve the quality of the watermarked image when compared to the image watermarking technique based on DCT [3] and this based on the PSNR computation. Whereas, according to SNR computation, the extracted watermark (the speech signal) obtained from the proposed technique, is with worse quality when compared to the extracted watermark obtained from the image watermarking technique based on DCT [3] and this due to the amplitude modulation. The obtained results (from PSNR, SSIM and SNR) also show that the proposed technique outperforms the watermarking technique proposed in [3] and this precisely when the JPEG compression attack is applied to the watermarked image. When using the tunning parameter α in case of applying the JPEG compression attack to the watermarked image, there is a compromise that should be insured in order to obtain an extracted watermark and a watermarked image with acceptable qualities. 
