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The Computer Crimes Acts in the United States 
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Midori SUGIYAMA 
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Sayaka NUMATA 
Abstract 
Mitsuaki NAKATA 
Hirosi MAEKAWA 
The criminalization of "unlawful access to computers and computer networks" 
has started in Japan. 
For the study of that problem, it may be useful to study computer crimes in the 
United States because the Network itself has grown from the United States. 
We especially focus on State law. 
In this paper, we wish to expand this study for resolving various problems concern-
ing computer crimes. 
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〔資料〕合衆国州法におけるコンピュータ犯罪規定について
目次
序 合衆国州法におけるコンピュータ犯罪規定（加藤敏幸り
第一分担、アラバマ州からジョージア州まで（山本浩司••)
第二分担、ハワイ州からミシシッピ州まで（中田光顕••)
第三分担、ミズーリー州からノースダコタ州まで（杉山 緑••)
四 第四分担、オハイオ州からテキサス州まで（沼田左弥香＊＊）
五 第五分担、ユタ州からワイオミング州まで（前川裕史＊＊）
付表1 分担各州の定義規定
付表2 関連条文一覧（中田光顕＊＊）
＊ 関西大学総合情報学部教授
＊ 関西大学大学院総合情報学研究科修士課程在学中
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序 合衆国州法におけるコンピュータ犯罪規定（加藤敏幸）
1 現在、「不正アクセス禁止法」案が国会に提出されている (1999年4月16日付朝日新聞）。
インターネットを巡る近時の反社会的行為の横行に対し、警察庁は早くからその対応を検討し
ており、たとえば、「平成10年版の警察白書』では、「ハイテク犯罪の現状と警察の取組み」を
特集して、法的対策の必要性を唱えていた。すなわち、昭和62年の刑法改正では「情報の不正
入手と無権限使用」の処罰が保留されて、現行の刑法では対応できない。そこで、ネットワー
クにおける反社会的行為の「予備行為」にあたる ID、パスワード等個人識別情報を悪用して
ネットワークに侵入する「不正アクセスそれ自体」の処罰を主張しているのである。通信記録
（ログ）の保存を巡る郵政省との対立を、ひとまず棚上げにして、通産省とも協調して、ここ
に、警察庁・郵政省・通産省共同所管の法案が今回提出されることになった。
この法案については、別途、条文の内容に踏み込んだ詳細な検討がなされるべきであるが、
その前に、かかる立法動向に対して、ネットワーク先進国であり、かつ、コンピュータ犯罪お
よびネットワーク犯罪の「先進国」である合衆国の法制度について、まず現状把握することが
有益だと考えられる。それというのも、インターネット自体、合衆国で発祥して発展を遂げ、
それが近時、我が国にまで普及したからである。また、ネットワーク先進国で生じた不正使用
や悪用などの反社会行為についても、その法的対応の先例を見ることが出来るからである。そ
してそれも、「連邦法」ではなしに、合衆国各州ごとに異なる「州法」の現状こそを見る必要
があるであろう。各州がそれぞれ独自に、ネットワーク関連不正行為に取り組む状況を把握す
ることがわが国にとっても参考になると考えられる。
2 筆者は現在のようなネットワーク社会の到来するおよそ10年前、合衆国の州法について検
討したことがある。まず、当時の州法の規定を共訳し（荒川雅行＝大山弘＝加藤敏幸＝新保佳
宏「アメリカ合衆国のコンピュータ犯罪規定（上・下）」関西学院大学法と政治41巻1号、 42巻
1号、以下、「共訳（上・下）」と引用する。なお、条文原文は、 Arkinet al., Prevention and 
Prosecution of Computer and High Technology Crime (1988)の巻末付録にある州法条文集を
使用した。以下、 ARKINと引用する）、ついで、その類型化を図って検討し（拙稿「合衆国
『州法』のコンピュータ犯罪規定についてーコンピュータ・ウイルスを含めて一（一、ニ・完）」
関西大学法学論集41巻2、4号、以下「論集（一、二）」と引用）、さらに、企業秘密とコンピュ
ータ犯罪の関連性から州法を検討した（拙稿「合衆国における刑事トレード・シークレット保
護について一州刑事法における企業秘密保護の諸態様ー」刑法雑誌32巻1号）。
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インターネットが爆発的に普及した現在、これらの立法状況のその後の展開を追跡する必要
を感じていたが、昨年より大学院の課題研究「公共的情報を含めたネットワーク環境における
情報の保護」を担当することから、大学院生の共同研究のテーマとして、このARKIN以降の
州法の動向を検討することにした。そこで、最新の法規定の情報を入手するため、オンライン
データベースU双ISを駆使することにした (IBXISについては、加藤敏幸＝沼田左弥香＝中田
光顕「〔資料〕法律オンラインデータベースIBXISの利用について」情報研究10号81頁以下参
照）。なお、条文検索のために以下の資料を参照した。トーマス・ J・ スミーデイングホフ編
著「オンライン・ロー』七賢出版 (1998年）、 34Am. Crim. L Rev. 430 n.149、夏井高人教授の
ホームページ (http://www. isc. meiji. ac. jp ;~ sumwel_h/)。なお、これらについては巻末に
関連条文一覧（付表2)を添付しておいた。ただ、全てをカバーしていないので、ふれ得なか
った規定については別の機会に検討を考えている。
3 検討するに際して、処罰行為の改正変更を中心に、 ARKINでは触れられていなかった州
ゃ、その後、改正された州、改正の有無、その程度に注目した。また、近時の立法動向との関
連で、「不正アクセスそれ自体」の処罰を確認することにした（なお、不正アクセスに関する
州法の分析を別途予定している）。処罰行為の追加に際しては、定義規定の変更追加が生じて
いる。そこで、アクセスの定義的にも注意を払うことにした。通常、アクセスの定義としては、
対象と行為が問題になる。その点で、「対象」については、コンピュータ、コンピュータ・シ
ステム、コンピュータ・ネットワーク、その他何らかの資源 (anyresources) とされている
のが多く、「行為」については、命令、通信、記憶 (store)、検索 (retrieve)、それ以外の利
用 (otherwisemake use of)とされている州が多い。そこで、このタイプを、アクセスの「基
本型」として、各州の規定がこれとどう違うかを整理することにした。
この発表は、我が「課題研究」の共同研究に関する二度目の成果である。短期間の、また、
誠に拙い共同研究であり、各分担者の記述も必ずしも統一はとれていない。さらに、見い出し
得なかった思わぬ過誤や見落しが含まれうるかもしれぬことを、心底、畏れるものである。た
だこれについては、以後持続的に追求することを責とすることで、各人のこれからの研鑽に免
じていただければ幸いである。
この拙い資料で何らかの寄与があるとすれば望外の幸いである。
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第一分担 アラバマ州からジョージア州まで（山本浩司）
アラバマ州 (ALABAMACODE) • I 
アラバマ州におけるコンピュータ犯罪規定は、制定年は不明であるが、現行規定は1985年•2
に改正されたものである。
1 条文構成
アラバマ州法におけるコンピュータ犯罪規定のこれまでの規定は、第13A-8-100条「略称」、
第13A-8-101条「定義」、第13A-8-102条「知的財産に対する犯罪を構成する行為・刑罰」、第
13A-8-103条「コンピュータ装置または用品に対する犯罪を構成する行為・刑罰」から構成さ
れていた。現行規定では、表題のみが変更されて、第13A-8-102条の表題が「知的財産に対す
る犯罪」、第13A-8-103条の表題が「コンピュータ装置または用品に対する犯罪」に変更されて
いる。なお、従来の規定に基本的な変更はない。
2 定議規定
第13A-8-101条において、「(1)デー タ、 (2)知的財産（コンピュータ・プログラムを含むデータ
をいう）、 (3)コンピュータ・プログラム、 (4)コンピュータ、 (5)コンピュータ・ソフトウエア、
(6)コンピュータ・システム、 (7)コンピュータ・ネットワーク、 (8)コンピュータ・システム・サ
ビース、 (9)財産、 {10)金融証書、 {l)アクセス」が定義されていた。 {l)「アクセス」については、
基本型に対して、対象は「何らかの資源」がなく、行為は「それ以外の利用」がない形である。
また、定義規定の内容については旧規定からの変更点はない。
3 処罰行為
第13A-8-102条において、知的財産に対する犯罪を規定しており、故意に、無権限または権
限鍮越によって、（データ等の）知的財産に対して(a)アクセス、通信、検査 (examination)、
もしくは変更を試み、あるいは実行したもの、 (b)破壊したもの、 (c)漏示 (disclose)、利用、も
しくは持ち出した (take) ものは、知的財産に対する罪を犯したものとしている。それゆえ、
アクセス自体も処罰される。
13A-8-103条において、コンピュータ装置または用品に対する犯罪を規定しており、故意に、
無権限または権限躁越によって、コンピュータ装置または用品に対して(aX1)変更したもの、 (b)
拿 1旧規定については、原文はARKIN,App.-1、邦訳は「共訳（上）」 188頁以下を参照。
現行規定は、 Ala.Code.§13A-8-100 to-103 (1997) (1.EXI~ 食索）を参照。旧規定として用いる
ものすべては、何年の改正法か不明である。よって、このことについては以降言及しないこ
とにする。
”夏井・前掲ホームページ「アラバマ州」参照。
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(1)破壊し、利用し、持ち出し、毀損し、もしくは損害を与えたもの、またはコンピュータ、コ
ンピュータ・システム、またはコンピューク・ネットワークに対して、破壊し、利用し、持ち
出し、毀損し、もしくは損害を与えたものはコンピュータ装置または用品に対する罪を犯した
ものとしている。また、処罰行為規定の内容については旧規定からの変更点はない。
4 刑罰
第13A-8-102条に対する違反行為に対しては、本条(d)において、犯罪が(2)財産を取得、詐取
しようと何らかの計画または策略を企て、実行する目的の場合、 C級の重罪、 (3油I的財産に対
する損害が250,000ドルを越え、または政府によるオペレーション、公共サービスの供給が妨
害、または損害を受けた場合、 B級の重罪、 (4)身体障害を引き起こすデータの改変、もしくは
抹消を、故意にかつ無権限または権限を諭越して行ったものはA級の重罪、 (1)上記以外の本条
違反に対する刑罰はA級の軽罪である。
第13A-8-103条(aX1)に対する違反行為に対しては、本条(aX2)aにおいて、 (aX2)b以外の違反行
為は、 A級の軽罪、 (aX2)bにおいて、犯罪が財産を取得、詐取しようと何らかの計画、策略を
企て、実行する目的の場合、 C級の重罪であると規定されている。また、 13A-8-103条(bXl)に
対する違反行為に対しては、本条(bX2)aにおいて、 (bX2)b以外の違反行為はA級の軽罪、 (bX2)b
において、コンピュータ装置もしくは用品またはコンピュータ、コンピュータ・システムもし
くはコンピュータ・ネットワークに対しての損害が250,000ドルを越え、または政府によるオ
ペレーション、公共サービスの供給が妨害、または減損 (impairment)を受けた場合はB級の
重罪であると規定されている。また、刑罰の内容については旧規定からの変更点はない。
アラスカ州 (ALASKASTATUES)•3
アラスカ州におけるコンピュータ犯罪規定は、制定年は不明であるが、現行規定は1984年＂
に改正されたものである。
1 条文構成
アラスカ州法におけるコンピュータ犯罪規定の旧規定は、第11.46.740条「コンピュータの犯
罪的利用」から構成されていた。現行規定では、第11.46.200条「サービス窃盗」が追加されて
いる。また、第11.46.740条「コンピュータの犯罪的利用」の内容については旧規定からの変更
点はない。
”旧規定については、原文はARKIN,App.4、邦訳は「共訳（上）」 191頁以下を参照。
現行規定は、 AlaskaStat§11.46.200, §11.46.740 (1997) (LEXI~ 食索）を参照。
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2 処罰行為
第11.46.200条において、サービス窃盗が規定されている。その内容は(aX1)報酬に対してのみ
利用できるサービスを、支払いを逃れるために、詐欺、強制、脅迫、あるいはその他の手段で
得る行為。 (2)他人へのサービスの処分権 (disposition)を権限なくコントロールし、それらの
サービスを自分の利益や権限のなき他人に流用する (divert)行為。 (3)権限なきことを無謀に
無視して、コンピュータ・タイム、コンピュータ・システム、コンピュータ・プログラム、コ
ンピュータ・ネットワーク、あるいはコンピュータ・システム、コンピュータ・プログラムの
一部の利用を獲得する行為。上記の行為を犯したものは、サービス窃盗を犯したことになる。
(b)では、サービスを受けた後、慣例としてすぐに代金を支払うサービスに対して、サービスか
らの支払いから逃れようとする行為は、一応の (prima facie)証拠になる。 (c)一般的にいわ
れるホームアースステーション (homeearth station)を含む、衛星から直接電磁信号を傍受
するように設計、使用される装置によってサービスが獲得された場合、この条項の下で、ケー
プル線、マイクロ波、視聴料、あるいはテレビ、その他の電気通信料金のサービス窃盗として
起訴はされないと規定されている。ここでは、サービス窃盗というかたちで無権限利用が処罰
されている。
第11.46.740条において、 (a)無権限または権限を鍮越して、コンピュータ、コンピュータ・シ
ステム、コンピュータ・プログラム、コンピュータ・ネットワーク、あるいはコンピュータ・
システム、コンピュータ・プログラムの一部にアクセスし、またはアクセスさせて、その結果
として、 (1)人に関する情報を取得し、または、 (2)損害を与え、または人のデータ記録を誇張す
る (enhance)意図で、虚偽情報を入力 (introduce)する行為を行ったものは、コンピュータ
の犯罪的利用の罪を犯したものであると規定されている。
3 刑罰
第11.46.740条(b)において、コンピュータの犯罪的利用はC級の重罪であるとしている。また、
刑罰の内容については旧規定からの変更点はない。
アリゾナ州 (ARIZONAREVISED STATUES) -s 
アリゾナ州におけるコンピュータ犯罪規定は、制定年は不明であるが、現行規定は1978年*6
に改正されたものである。
1 条文構成
＂夏井・前掲ホームページ「アラスカ州」参照。
“旧規定については、原文はARKIN,App.-5、邦訳は「共訳（上）」 192頁以下を参照。
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アリゾナ州法におけるコンピュータ犯罪規定は、第13-2301条「定義」、第13-2316条「コンピ
ュータ詐欺罪、犯罪の分類」から構成されている。なお、従来の規定に基本的な変更点はな
ぃ。
2 定義規定
第13-2301条において、「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・ネットワーク、 (4)
コンピュータ・プログラム、 (5)コンピュータ・ソフトウエア、 (6)コンピュータ・システム、 (7)
金融証書、 (8)財産、 (9)サービス」の定義がされている。 (1)の「アクセス」は、基本型と対象、
行為が同じである。また、定義規定の内容については旧規定からの変更点はない。
3 処罰行為
第13-2316条において、コンピュータ詐欺罪、犯罪の分類が規定されており、 (A)において第
1級のコンピュータ詐欺罪、 (B)において第2級のコンピュータ詐欺罪が規定されている。 (A)、
(B)共に、「無権限 (withoutauthorization)」の文言の後ろに「または権限諭越 (orexceeding 
authorization of use)」が追加されている。なお、詐取の意図の下でのデータ等へのアクセス、
改変、破壊行為が処罰されており、また、意図を有しない単純なアクセスそれ自体も処罰され
る。
4 刑罰
第13-2316条(C)において、旧規定では、第1級のコンピュータ詐欺罪は、第3級の重罪、第
2級のコンピュータ詐欺罪は、第6級の重罪と規定されていた。現行規定では、第2級のコン
ピュータ詐欺罪は、第5級の重罪と規定されている。
アーカンサス州 (ARKANSASCODE OF 1987 ANNOTATED)•7 
アーカンサス州におけるコンピュータ犯罪規定は、 1975年•s に制定され、現行規定は 1997
年•9 に改正されたものである。
1 条文構成
現行規定は、 Ariz.Rev.Stat.Ann.§13-2301.E, §13-2316 (1997) (LEXI~ 食索）を参照。
“夏井・前掲ホームページ「アリゾナ州」参照。
”旧規定については、原文はARKIN,App.-6、邦訳は「共訳（上）」 193頁以下を参照。
現行規定は、 Ark.Code.Ann.§5-41-101 to-107 (1998) (LEXIS検索）を参照。
.a Ark.Code.Ann. §5-41ー101のEFFECTIVEDATES. を参照。
*9 Ark.Code.Ann. §5-41-102のHISTORYを参照。
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アーカンサス州法におけるコンピュータ犯罪規定は、第5-41-101条「目的」、第5-41-102条
「定義」、第541ー103条「コンピュータ詐欺」、第541-104条「コンピュータ侵入」、第541ー105条
「裁判地」、第541-106条「民事訴訟」、第541-107条「州司法長官の援助」から構成されている。
なお、従来の規定に基本的な変更はない。
2 定義規定
第5-41-101条において、旧規定では「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・ネッ
トワー ク、 (4)コンピュータ・プログラム、 (5)コンピュータ・ソフトウエア、 (6)コンピュータ・
システム、 (7)デー タ、 (8)金融証書、 (9)財産、 (10)サービス」の定義がされていた。 (1)の「アクセ
ス」については、基本型に対して、対象から「何らかの資源」がなくなり、行為から「それ以
外の利用」がないという形になっている。
現行規定では、 (9)に「通信 (message)」が新たに追加され、「本条において、通信とは記号、
信号、文書 (writing)、画像 (images)、音声 (sounds)、データ、もしくはあらゆる性質の情
報 (intelligence)の伝達、またはコンピュータ・プログラムの伝達を意味する。」と規定され
ている。
3 処罰行為
第臼1-103条(a)において、詐取目的でのアクセスを処罰するコンピュータ詐欺罪 (Computer
fraud)が規定されている。また、 541-104条(a)において、データ等へのアクセス、改変、抹消、
毀損、破壊の処罰行為が併記されたコンピュータ侵入罪 (Computertrespass)が規定されて
いる。また、処罰行為規定の内容については旧規定からの変更点はない。
4 刑罰
第541-103条(b)において、コンピュータ詐欺罪は、 D級の重罪であると規定されている。第
図 1-104条(b)において、何ら損失や損害を惹起しない初犯である場合のコンピュータ侵入罪は、
C級の軽罪である。また(c)において、 (1}fiJら損失や損害を惹起しない再犯またはそれ以上であ
る場合、 (2)500ドルを越えない損失や損害を惹起した場合のコンピュータ侵入罪は、 B級の軽
罪、 (d)損失や損害が500ドルを越え、 2,500ドル以下の場合のコンビュータ侵入罪は、 A級の軽
罪、 (e)損失や損害が2,500ドルを越える場合のコンピュータ侵入罪は、 D級の重罪であると規
定されている。また、刑罰の内容については旧規定からの変更点はない。
5 その他
その他、改正により変更された部分について、触れておく。第5-41-101条において、旧規定
では「コンピュータ犯罪 (computercrime)」であった文言が、「コンピュータ関連犯罪 (com-
puter-related crime)」に変更されている。
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カリフォルニア州 (CALIFORNIACODE ANNOTATED)•10 
カリフォルニア州におけるコンピュータ犯罪規定は、制定年は不明であるが、現行規定は
1989年•11に改正されたものである。
1 条文構成
カリフォルニア州法におけるコンピュータ犯罪規定の旧規定は、第502条「コンピュータ・
データ・アクセスおよび詐欺、立法上の所見、定義、禁止行為、刑罰、民事訴訟、適用、例外」
から構成されていた。現行規定では、表題が「コンピュータ犯罪」に変更されている。
2 定薇規定
旧規定では、第502条(b)において、「(1)アクセス、 (2)コンピュータ・ネットワーク、 (3)コンピ
ュータ・プログラムまたはソフトウエア、 (4)コンピュータ・サービス、 (5)コンピュータ・シス
テム、 (6)デー タ、 (7)運用支援文書 (Supportingdocumentation)、(8)侵害 (Injury)、(9)損害額
(Victim expenditure)」が定義されていた。 (1)の「アクセス」については、基本型に対して、
対象から「コンピュータ」がなくなり、行為には「論理的、算術的または記憶的機能をもって
侵入し」が追加され、「記憶」、「検索」、「それ以外の利用」がない形である。
現行規定では(2)「コンピュータ・ネットワーク」が変更され、旧規定では「テレコミュニケ
ーション設備によって結合された二台以上のコンピュータ・システムをいう」であったが、現
行規定では「コンピュータ・ネットワークとは一台以上のコンピュータ・システムや入出力装
置、しかそれらに限定されず、表示端末や通信設備によって連結されたプリンターを含む、い
かなるシステムをいう」となっている。
また(10)に「コンピュータ汚染菌 (computercontaminant)•12」が追加されており、内容は
「コンピュータ汚染菌とは情報の所有者の同意または許可なしに、コンピュータ、コンピュー
タ・システムまたはコンピュータネットワークの内部の情報を改変、破壊、記録、転送するよ
うに設計された、一連のコンピュータ命令を意味する。それらは自己を複製 (self-replicate)
しまたは自己増殖し (self-propagate)、他人のコンピュータ・プログラムやデータを汚染し、
あるいはコンピュータ資源を消費し、データを改変、破壊、記録、転送し、またその他の態様
•10 旧規定については、原文はARKIN,App.-8.2、邦訳は「共訳（上）」 197頁以下を参照。
現行規定は、 Cal.Penal.Code.§502 (1997) (IEXI~ 食索）を参照。なお、 1989年の改正法につ
いては、加藤・前掲法学論集41巻2号38頁以下を参照。
•11 夏井• 前掲ホームページ「カリフォルニア州」参照。
● 12 加藤•前掲法学論集第41巻2号39頁以下を参照。
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でコンピュータ、コンピュータ・システム、コンピュータ・ネットワークの正常な操作を侵害
するように設計された、ウイルス (viruses)やワーム (worms) と通常呼ばれる一群のコン
ピュータ命令を含むが、これに限定されない」と定義されている。
3 処罰行為
旧規定では第502条(c)において、 (1)詐取または強奪の目的でハードウエアおよびソフトウエ
ア（データ）にアクセスして、かつ、改変、毀損、破壊、その他の利用をする行為、 (2)データ
にアクセスして、かつ、取得、コピー、利用する行為、または運用支援文書の取得、コピーす
る行為、 (3)コンピュータ・サービスの故意の無権限利用、 (4)データ、ソフトウエア、プログラ
ムヘアクセスして、かつ、付加 (add)、改変、毀損、抹消、破壊する行為、 (5)権限ある利用
者に対してコンピュータ・サービスを拒絶 (denial)や混乱 (disruption) させる行為、 (6)本条
に違反するアクセスの手段を提供し、もしくは提供を摺助する行為、 (7)コンピュータ・システ
ム、コンピュータ・ネットワークヘの無許可アクセスが規定されていた *130 
現行規定では、これらの旧規定に加え(bXlO)との関連で(8)コンピュータ汚染菌を投与 (intro-
duce)する行為が新たに追加された。以上から、不正アクセスについての多様な規定が置か
れることになった。
4 刑罰
第502条(dXl)において(cX1)、(2)、(4)または(5)の違反者は10,000ドルを越えない罰金、もしく
は16月もしくは2年もしくは3年の州刑務所内での拘禁、もしくはそれらの罰金と拘禁刑の併科、
もしくは5,000ドルを越えない罰金、もしくは 1年を越えない群拘置所 (countyjail)内での拘
禁、もしくはその併科であると規定されている。
第502条(dX2)において(cX3)違反者は(A)侵害行為に至らず、利用されたコンピュータ・サービ
スの価値が400ドルを越えない初犯の場合、 5,000ドルを越えない罰金、もしくは 1年を越えな
い群拘置所内での拘禁、もしくはその併科、 (B)損害額の総額が5,000ドルを越えたり、侵害行
為に至ったり、もしくは利用されたコンピュータ・サービスの価値が400ドルを越えない何ら
かの違反で再犯またはそれ以上の場合、 10,000ドルを越えない罰金、もしくは16月もしくは2
年もしくは3年の州刑務所内での拘禁、もしくはその併科、または5,000ドルを越えない罰金、
もしくは 1年を越えない群拘置所内での拘禁、もしくはその併科であると規定されている。
第502条(dX3)において(cX6)、(7)、(8)違反者は(A)侵害行為に至らない初犯の場合、 250ドルを越
えない罰金刑、 (B)損害額の総額が5,000ドルを越えなかったり、再犯またはそれ以上の違反の
場合、 5,000ドルを越えない罰金、もしくは 1年を越えない群拘置所内での拘禁、もしくはそ
の併科、 (C)損害額の総額が5,000ドルを越える違反の場合、 10,000ドルを越えない罰金、もしく
● 13同上40頁以下を参照。
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は16月もしくは2年もしくは3年の州刑務所内での拘禁、もしくはその併科、または5,000ドル
を越えない罰金、もしくは 1年を越えない群拘置所内での拘禁、もしくはその併科であると規
定されている。旧規定からの変更点は、処罰行為(cXB)が追加されている。
5 その他
その他、改正された点に触れておく。まず旧規定の(g)が削除され、そのため(g)以下の項が一
つずつずれている。また、現行規定では、旧規定では(i)であった(h)において若千の文言の追加
があり、 (eX3)、(k) も新規に追加された。 (h)では、価値の中に「供給」が含まれ、またその
価値が「総額で」 100ドルを越えないものと追加されている。
(eX3)においては「コミュニティ・カレッジ (communitycollege)、州立大学もしくは研究施
設は、退学を含む学生処分規定の違反行為として、コンピュータ関連犯罪を含むことが要求さ
れている。このパラグラフは理事評議会 (theBoard of Regents)が決議しない限り、カリフ
ォルニア大学には適用されない。」と規定されている。
(k)においては、「本章違反を犯したものに対して、適用できる刑期や条件 (conditions)
を決定する上で、裁判所は次のことを考えるべきである。 (1)裁判所はコンピュータの利用やア
クセスの禁止 (prohibitions)を考えるべきである。 (2)被告が反省して再犯のおそれがない場
合には、裁判所は地域奉仕活動を含む代替的宣告を考慮すべきである。」と規定されている。
コロラド州 (COLORADOREVISED STATUES) *14 
コロラド州におけるコンピュータ犯罪規定は、制定年、および改正年は不明である。
1 条文構成
コロラド州法におけるコンピュータ犯罪規定は、第18-5.5-101条「定義」、第18-5.5-102条「コ
ンピュータ犯罪」から構成されている。なお、従来の規定に基本的な変更はない。
2 定義規定
第18-5ふ101条において、「(1)権限付与 (authorization)、(2)コンピュータ、 (3)コンピュータ・
ネットワーク、 (4)コンピュータ・プログラム、 (5)コンピュータ・ソフトウエア、 (6)コンピュー
タ・システム、 (7)金融証書(8)財産、 (9)サー ビス、 (10)利用」の定義がされている。また、定義規
定の内容については旧規定からの変更点はない。
•14 I日規定については、原文はARKIN,App.ー9、邦訳は「共訳（上）」 202頁以下を参照。
現行規定は、 Colo.Rev.Stat.§18-5.5-101, -102 (1997) (LEXI~ 食索）を参照。
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3 処罰行為
第18-5.5-102条(1)において、詐取目的でのコンピュータ利用、 (2)において、無権限での利用、
改変、毀損または破壊がコンピュータ犯罪という名称で規定がされている。また、処罰行為規
定の内容については旧規定からの変更点はない。ここでは、アクセスではなくて利用 (use)
という用語が用いられているが、内容は同じである。
4 刑罰
第18-5.~102条(3)において、現行規定では、本条違反による損害、または取得されたものの
価値が100ドルを越えない場合は第3級の軽罪、 100ドル以上400ドルを越えない場合は第2級
の軽罪、 400ドル以上15,000ドルを越えない場合は第5級の重罪、 15,000ドル以上である場合は
第3級の重罪であると規定されている。
旧規定では、第3級の軽罪は50ドル、第2級の軽罪は50ドルから200ドルの範囲、第5級の
重罪は200ドルから10,000ドルの範囲で第4級の重罪であった。第3級の重罪は10,000ドル以上
と規定されていた。
コネテイカット州 (GENERALSTATUES OF CONNECTICUT) *15 
コネテイカット州におけるコンピュータ犯罪規定は、制定年は不明であるが、現行規定は
1984年*16に改正されたものである。
1 条文構成
コネテイカット州法におけるコンピュータ犯罪規定は、第53a-250条「定義」、第53a-251条
「コンピュータ犯罪」、第53a-252条「第 1級のコンピュータ犯罪 B級重罪」、第53a-253条「第
2級のコンビュータ犯罪C級重罪」、第53a-254条「第3級のコンピュータ犯罪D級重罪」、第
53a-255条「第4級のコンピュータ犯罪 A級軽罪」、第53a-256条「第5級のコンピュータ犯罪
B級軽罪」、第53a-257条「被告の利益に基づく代替的罰金」、第53a-258条「犯罪の等級の確定」、
第53a-259条「財産またはコンピュータ・サービスの価値」、第53a-260条「犯罪の場所」、第
53a-261条「裁判地」から構成されている。なお、従来の規定に基本的な変更はない。
2 定義規定
旧規定では、第53a-250条において「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・ネッ
トワー ク、 (4)コンピュータ・プログラム、 (5)コンピュータ・サービス、 (6)コンピュータ・ソフ
＊町日規定については、原文はARKIN,App.-10、邦訳は「共訳（上）」 203頁以下を参照。
現行規定は、 Conn.Gen.Stat§53a-250to -260 (1997) (LEXI~ 食索）を参照。
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トウエア、 (7)コンピュータ・システム、 (8)デー タ、 (9)人、 (Id,准！人デー タ、 (1)財産」が定義され
ていた。 (1)「アクセス」については、基本型に対して、対象は「何らかの資源」がなく、行為
は「それ以外の利用」がない形である。
現行規定では、 (9)「人」の中に「有限会社 (limitedliability company)」という文言が追加
された。その他の定義に関しては、変更はない。
3 処罰行為
第53a-251条において、 (b)コンピュータ・システムヘの無権限アクセス、 (c)コンピュータ・
サービスの窃盗、 (d)コンピュータ・サービスの妨害、 (e)コンピュータ・システム情報の不正利
用、 (f)コンピュータ設備の破壊が規定されている。 (a)では、上記の(b}から(f)の違反行為を行っ
たものはコンピュータ犯罪を犯したものとしている。また、処罰行為規定の内容については旧
規定からの変更点はない。ここでは、無権限アクセスそのものを処罰している。
4 刑罰
第53a-252条において、第1級のコンピュータ犯罪はB級の重罪、 53a-253条において、第2
級のコンピュータ犯罪はC級の重罪、 53a-254条において、第3級のコンピュータ犯罪はD級
の重罪、 53a-255条において、第4級のコンピュータ犯罪はA級の軽罪、 53a-256条において、
第5級のコンピュータ犯罪はB級の軽罪であると規定されている。また、刑罰の内容について
は旧規定からの変更点はない。
デラウェア州 (DELAWARECODE ANNOTATED) *11 
デラウェア州におけるコンピュータ犯罪規定は、制定年は不明であるが、現行規定は1989年
に改正されたものである。
1 条文構成
デラウェア州法におけるコンビュータ犯罪規定は第931条「定義」、第932条「無権限アクセ
ス」、第933条「コンピュータ・サービスの窃用」、第934条「コンピュータ・サービスの妨害」、
第935条「コンピュータ・システム情報の濫用」、第936条「コンピュータ設備の破壊」、第937
条「刑罰」、第938条「裁判地」、第939条「被害者の救済」から構成されている。なお、従来の
規定に基本的な変更はない。
*16夏井・前掲ホームページ「コネテイカット州」参照。
．”旧規定については、原文はARKIN,App.ー15、邦訳は「共訳（上）」 208頁以下を参照。
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2 定蘊規定
第931条において、「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・ネットワーク、 (4)コン
ピュータ・プログラム、 (5)コンピュータ・サービス、 (6)コンピュータ・ソフトウエア、 (7)コン
ピュータ・システム、 (8)デー タ、 (9)人、 (IQ潅I人デー タ、 (1帷財産」が定義されている。 (1)「アク
セス」については、基本型に対して、対象は「何らかの資源」がなく、行為は「それ以外の利
用」がない形である。また、定義規定の内容については旧規定からの変更点はない。
3 処罰行為
第932条において、無権限アクセス、第933条において、コンピュータ・サービスの窃盗、第
934条において、コンピュータ・サービスの妨害、第935条において、コンピュータ・システム
情報の濫用 (misuse)、第936条において、コンピュータ設備の破壊が規定がされている。こ
こでは、無権限アクセスそのものを処罰している。
現行規定では、処罰行為規定第932条、第933条、第935条に、旧規定より若干の変更がある。
それぞれ共通していることは旧規定で「人 (he)」であった文言が「人 (theperson)」に変更
されている。また、第935条においてaccessingの前にあったhisが削除されている。
4 刑罰
旧規定では、第937条において(a)l0,000ドルを越える損害の場合、第 1級のコンピュータ犯
罪で、 B級の重罪、 (b)5,000ドルを越える場合、第2級のコンピュータ犯罪で、 C級の重罪、
(c)l,000ドルを越える場合、第3級のコンピュータ犯罪で、 D級の重罪、 (d)500ドルを越える場
合、第4級のコンピュータ犯罪で、 A級の軽罪、 (e)500ドル以下の場合、第5級のコンピュー
夕犯罪で、 B級の軽罪であると規定されていた。現行規定においては、 (a)のB級がD級に、 (b)
のC級がE級に、 (c)のD級がF級に、 (d)のA級の軽罪がG級の重罪に、 (e)のB級がA級に変更
されている。
5 その他
その他、第939条(a)において旧規定では「人 (he)」の文言が「人 (theperson)」に変更さ
れている。
フロリダ州 (FLORIDASTATUES) *18 
フロリダ州におけるコンピュータ犯罪規定は、合衆国で最初に成立したもので1978年の制定
であるが●19、現行規定の改生年は不明である。
現行規定は、 Del.Code.Ann.tit§931to 939 (1997) (U双I~食索）を参照。
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1 条文構成
フロリダ州法のコンピュータ犯罪の旧規定は第815.01条「略称」、第815.02条「立法目的」、
第815.03条「定義」、第815.04条「知的財産に対する罪」、第815.05条「コンピュータの装置ま
たは用品に対する罪」、第815.06条「コンピュータ利用者に対する罪」、第815.07条「本章は排
他的ではない」から構成されている。現行規定では、第815.04条の表題が「知的財産に対する
犯罪、公的記録免除 (publicrecords exemption)」に変更されている。
2 定義規定
第815.01条において、「(1)知的財産、 (2)コンピュータ・プログラム、 (3)コンピュータ、 (4)コ
ンピュータ・ソフトウエア、 (5)コンピュータ・システム、 (6)コンピュータ・ネットワーク、 (7)
コンピュータ・システム・サービス、 (8)財産、 (9)金融証書、 (10)アクセス」が定義されている。
(10)「アクセス」については、基本型に対して、対象は同じで、行為には「接近」が加えられた
形である。また、定義規定の内容については旧規定からの変更点はない。
3 処罰行為
第815.04条において、知的財産に対する罪を規定しており、 (1)では故意かつ無権限に、知的
財産を改変したもの、 (2)では故意かつ無権限に、知的財産を毀損したものが規定されている。
(3)は旧規定より変更があり、まず(a)と(b)に分かれ、 (b)は旧規定の(3)、(a)は新規の追加である。
第815.04条(3Xa)では、第119条で定義されるような機関によって保持され、コンピュータ、コ
ンピュータ・システム、またはコンピュータ・ネットワークの内部、または外部に存在する第
812.08条で定義されるトレードシークレットに該当するデータ、プログラム、または支援文書
は秘密であり、フロリダ州法第119.07条•2~1)における公的記録の複製、調査、検査の規定に属
さないものであると規定している。また(b)は旧規定(3)と同様で故意かつ無権限に、 トレードシ
ークレットを漏示、または取得したものを規定している •210
第815.05条において、コンピュータの装置または用品に対する罪を規定しており、 (1Xa)故意
かつ無権限に、コンピュータの装置または用品に対して改変したもの、 (2Xa)故意かつ無権限に、
コンピュータの装置または用品に対して破壊、取得、侵害、または毀損したもの、または、コ
ンピュータ・システム、コンピュータ・ネットワークに対して破壊、侵害、または毀損したも
のが規定されている。
第815.06条において (1)コンビュータ、コンヒュータ・システム、コンピュータ・ネットワ
•1s 旧規定については、原文はARKIN,App.-21、邦訳は「共訳（上）」 213頁以下を参照。
現行規定は、 Fla.Stat§815.01to.07 (1997) (LEXI~ 食索）を参照。
•19 加藤敏幸「コンビュータ「犯罪』の実体と対応動向ー文書犯罪を含めてー」犯罪と刑罰第3号
34頁注(2)、「世界コンピュータ年鑑1982年版』 139頁。
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ークに対し無権限にアクセス、またはアクセスさせたもの、またはコンピュータ・システム利
用権限のある利用者に対するコンピュータ・システム・サービスを拒否、または拒否させたも
のが規定されている。ここでは、無権限アクセスそれ自体が処罰されている。
4 刑罰
第815.04条(4Xa)において、本項中に定める場合を除いて、知的財産に対する罪は、第3級の
重罪であるとし、また(b)において、当該罪が何らかの財産を詐取もしくは領得する目的のため
である場合、第2級の重罪としている。
第815.05条(lXb)lにおいて、本号中に定める場合を除いて、 (lXa)に定めるコンピュータの装
置または用品に対する罪は、第1級の軽罪であるとし、また2において、当該罪が何らかの財
産を詐取もしくは領得する目的のためである場合、第3級の重罪としている。また、 (2Xb)lに
おいて、本号中に定める場合を除いて、 (2Xa)に定めるコンピュータの装置または用品に対する
罪は、第1級の軽罪であるとし、また2において、当該罪の損害が200ドルを超えて1,000ドル
未満である場合、第3級の重罪とし、 3において、当該罪の損害が1,000ドル以上である場合、
または、行政、公共通信、運輸、水道、ガス、もしくはその他の公共サービスの供給が妨害、
または阻害された場合、第2級の重罪であるとしている。
第815.06条(2Xa)において、本項中に定める場合を除いて、コンピュータ利用者に対する罪は、
第3級の重罪であるとし、また(b)において、当該罪が何らかの財産を詐取もしくは領得する目
的のためである場合、第2級の重罪としている。
これらの罰則規定による刑罰は、第775.082条、第775.083条、第775.084条に定めるところに
よりしたがっているが、旧規定からの変更により、第815.05条(l)(b)l、(2)(b)lにおいては第
775.084条が削除されている。
ジョージア州 (OFFICIALCODE OF GEORGIA ANNOTATED)•22 
ジョージア州におけるコンピュータ犯罪規定は、 1981年に制定されたものであり、現行規定
は1996年に改正されたものである。
1 条文構成
ジョージア州法のコンピュータ犯罪の旧規定は第16-9-90条「略称」、第16-9-91条「立法目的」、
第16-9-92条「定義」、第16-9-93条「コンピュータ等への詐欺目的のアクセス、コンピュータ等
への無権限アクセス、改変、破壊等」、第16-9-94条「裁判地」から構成されている。現行規定
•20 Fla.Stat§119.07を参照。
•21 加藤・前掲法学論集第41巻第4号166頁以下参照。
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では、第16-9-91条の表題が「立法趣旨」、第16-9-93条の表題が「定義されたコンピュータ犯罪、
本条の排他性、民事救済、刑罰」に変更されている。
2 定義規定
第16-9-92条において、旧規定では「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・ネット
ワー ク、 (4)コンピュータ・プログラム、 (5)コンピュータ・ソフトウエア、 (6)コンピュータ・シ
ステム、 (7)デー タ、 (8)金融証書、 (9)財産、 (lo)サービス」が定義されていた。
現行規定では、 (1)の「アクセス」、 (5)「コンピュータ・ソフトウエア」、 (6)「コンピュータ・
システム」が削除され、新たに「コンピュータ操作 (computeroperation)」、「利用 (use)」、
「損害額 (victimexpenditure)、「無権限 (withoutauthority)」が追加されており、「(1)コンピュ
ター、 (2)コンピュータ・ネットワーク、 (3)コンピュータ操作、 (4)コンピュータ・プログラム、
(5)デー タ、 (6)金融証書、 (7)財産、 (8)サー ビス、 (9)利用、 (lO)fl害額、 (1)無権限」のように変更さ
れている。また、新規に追加された項目以外のすべての項目に対しても、全体的な内容の変更
ゃ、何らかの変更が加えられている。
(1)、(2)、(4)、(5)、(7)、(8)においては旧規定に存在するものの、内容はすべて変更されている。
まず(1)「コンピュータ」では、旧規定「コンピュータとは、内部的にプログラムされた、自動
的に実質的なデータを処理するデジタル装置をいう。」から、現行規定「コンピュータとは、
電磁的、光学的、もしくはその他の高速データ処理装置、またはデータを伴うコンピュータ操
作を果たすシステムを意味し、データ記憶装置、または直接そのような装置と連結するように
操作、または関係する伝送機能を含む。しかし、この用語には、オートメーションタイプライ
タ、植字機、携帯用小型計算機、家庭用電気器具、または他のコンピュータと通信、または操
作するために使用されないような装置を含まない。」となっている。
(2)「コンピュータ・ネットワーク」では、旧規定「コンピュータ・ネットワークとは、相互
に連結した通信回線でデータを自動的に伝送する一連の二つ以上のコンピュータ・システムを
いう。」から、現行規定「コンピュータ・ネットワークとは関連し、遠隔的 (remotely)に連
結されたコンピュータや通信設備を通して、それらの中のデータを伝送する目的や機能を持つ
通信設備の一式をいう。」となっている。
(4)「コンピュータ・プログラム」では、旧規定「コンピュータ・プログラムとは、コンピュ
ータに実行させるときにそのコンピュータにデータを処理させる命令（文）がコード化されて
いる一連の系列化されたデータをいう。」から、現行規定「コンピュータ・プログラムとは、
現状のまま (actual)、または修正された (modified)形式でコンピュータに実行されるとき、
コンピュータに受け入れられる形式で構築、もしくは組み立てられた (composedand struc-
＊町日規定については、原文はARKIN,App.-25、邦訳は「共訳（上）」 217頁以下を参照。
現行規定は、 Ga.Code.Ann.§16-9-90 to -94 (1997) (LEXI~ 食索）を参照。
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tured)コンピュータ操作の実行を引き起こす一つ以上の文、または命令をいう。“コンピュー
タ・プログラム"という用語は、そのような手順 (procedures)または文書が、人に対して読
むことのできる形式かどうかは関係なく、すべての関係する手順や文書を含む。」となってい
る。
(5)「データ」では、旧規定「データとは、情報、知識、事実、概念、または命令の表現をい
い、それは、形式化された方法で用意されるか、または用意されたもの、コンピュータ・シス
テムおよびコンピュータ・ネットワークにおいて処理されることを意図され、もしくは処理さ
れている、あるいは処理されたもの、およびコンピュータ印字、磁気的保存媒体、パンチカー
ド、またはコンピュータの記憶装置に内部的に保存されるような場合を含むが、これに限定さ
れない何らかの形式で存在するものである。」から、現行規定「データとは、情報、知識、ま
たは文書、コンピュータ・プリントアウト、電磁的記憶装置媒体、パンチカード、コンピュー
タ内部の記憶装置、もしくは、コンピュータ・ネットワークによる伝送を含む固定である媒体
上のデータの表現を含む。」となっている。
(7)「財産」では、旧規定「財産には、金融証書、データ、コンピュータ・プログラム、およ
びデータ、コンピュータ・システム、プログラムに関する文書、機械または人間が解読できる
形態の何らかの価値あるもの、その他有体または無体の価値ある物が含まれるが、これに限定
されない。」から、現行規定「財産とは、コンピュータ、コンピュータ・ネットワーク、コン
ピュータ・プログラム、データ、金融文書、およびサービスを含む。」となっている。
(8)「サービス」では、旧規定「サービスには、コンピュータ・システムに作業を実行させる
ことが含まれるが、これに限定されない。」から、現行規定「サービスとは、コンピュータ・
タイムもしくはサービス、もしくはデータ処理サービスを含む。」となっている。
その他、一部変更である(6)「金融証書」は「意味する (means)」と言う文言が「含む (in-
eludes)」に変更され、「約束手形 (note)」、「デビットカード (debit)」、「取引許可装置
(transaction-authorizing mechanism)」が含まれるよう追加された。
次に、新設の項目としては、まず(3)「コンピュータ操作」では、「コンピュータ操作とは、
ビジネス、科学、制御、または他の目的のために、すべての形式のデータをコンピュータ化
(computing)、分類 (classifying)、転送、受信 (receiving)、検索 (retrieving)、創作 (origi-
nating)、交換 (switching)、貯蔵、表示、明示 (manifesting)、推測 (measuring)、発見 (de-
tecting)、記録、再生 (reproducing)、統制 (handling)、または利用することなどをいう」と
規定されている。
(9)「利用」では、「利用とは、以下のことを引き起こすこと、またはそれを試みることを含
む。(A)コンピュータもしくはコンピュータ・ネットワークにコンピュータ操作を実行すること、
または実行を停止することを引き起こす。 (B)コンピュータ、コンピュータ・ネットワーク、コ
ンピュータ・プログラム、またはデータの使用において妨害 (obstruction)、中断 (interrup-
tion)、不調 (malfunction)、または拒絶を引き起こす。 (C)人にコンピュータの中に虚偽の情報
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を入力することを引き起こす。」と規定されている。
(10)「損害額」では、「損害額とは、コンビュータ、コンピュータ・ネットワーク、コンピュ
ータ・プログラム、もしくはデータが無権限の利用によって、改変されたり、抹消されたり、
毀損されたり、もしくは破壊されたことを証明するために、所有権者によって相当かつやむを
えず被った費用のことを言う。」と規定されている。
(1)「無権限 (withoutauthority)」では、「無権限とは、ある意味ではコンピュータ、または
コンビュータ・ネットワークの所有者によって認められている権利、または許可を超えるよう
な仕方でのコンビュータ、またはコンピュータ・ネットワークの利用を含む。」と規定されて
いる。このように、定義規定の内容は全面的な改正であるといえる。
3 処罰行為
第16-9-93条においては、旧規定より全面的に改正されているため、各項について順次紹介し
ていく。 (a)では「コンピュータ窃盗 (computertheft)。そのような利用が無権限であるという
認識をもって、かつ以下のような目的で、コンピュータもしくはコンピュータ・ネットワーク
を利用した者は、コンピュータ窃盗罪である。 (1)所有者の所有を奪うかどうかは別として、他
人の財産を持ち出す (taking)、もしくは盗む (appropriating)目的、 (2)詐取のもしくは狡猾な
(artful)方法によって財産を得る目的、 (3)条件付けられた利用や処分についての契約や、法的
義務に違反して、財産を横領する (converting)目的。」と規定されている。
(b)では「コンピュータ侵入 (computertrespass)。そのような利用が無権限であるという認
識をもって、かつ以下のような目的で、コンピュータ、もしくはコンピュータ・ネットワーク
を利用した者は、コンピュータ侵入罪である。 (1)一時的、または永久的にコンピュータ、もし
くはコンピュータ・ネットワークからコンピュータ・プログラム、またはデータを削除、また
は何らかの方法で取り除く目的、 (2)コンピュータ・プログラム、またはデータの利用を妨害、
中断、または何らかの方法で阻止する目的、 (3)改変、毀損、または機能不全の継続期間に関わ
らず、改変、毀損、または何らかの方法で、コンピュータ、コンピュータ・ネットワーク、も
しくはコンピュータ・プログラムに機能不全を引き起こす目的。」と規定されている。
(c)では「コンピュータ・プライバシー侵害 (computerinvasion of privacy)。そのような調査
(examining)が無権限であるという認識で、他人に関する職業、医療、給料、クレジット、
またはその他の金融または個人情報を調査する目的で、コンピュータ、もしくはコンピュー
タ・ネットワークを利用した者は、コンピュータ・プライバシー侵害罪である。
(d)では「コンピュータ偽造罪 (computerforgery)。コンピュータ・ネットワーク内部にあ
るデータを作出 (creates)、改変、または削除し、もしそのような人が、本章 1の下で偽造罪
になる有形文書、または証書の作出、改変、または削除をするならば、コンピュータ偽造罪で
ある。犯罪者によって直接作出された、または改変された有形文書の不存在は、もしデータの
作出、改変、または削除が有形の文書、または証書の代わりに関連した場合、コンピュータ偽
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造罪の抗弁にはならない。」と規定されている。
(e)では「コンピュータ・パスワード開示罪 (computerpassword disclosure)。そのような開
示が無権限であり、コンピュータ、もしくはコンピュータ・ネットワークの所有者に対して
500ドルを超える損害（使用されたサービスや損害額の公正な市場価値を含む）を生じさせる
ことを知りつつ、コンピュータ、もしくはコンピュータ・ネットワークヘの番号、信号、パス
ワード、または他のアクセス手段を開示したものはコンピュータ・パスワード開示罪である。」
と規定されている。また、 (f)において、本条は、排他的ではないとしている。ここでは、デー
夕削除・妨害・改変等の目的での無権限利用をコンビュータ侵入としている。
4 刑罰
第16-9-93条(h)において(1)コンピュータ窃盗罪、コンピュータ不法侵入罪、コンピュータ・プ
ライバシー侵害罪、コンピュータ偽造罪は50,000ドル以下の罰金、または15年以下の収監、も
しくはその併科である。 (2)コンピュータ・パスワード開示罪は5,000ドル以下の罰金、または
1年以下の収監、もしくはその併科である。
5 その他
現行法のジョージア州法におけるコンピュータ犯罪法は、大幅な改正がなされており、その
他の部分においても、第16-9-90条において若干の追加、第16-9-91条において(5)の新規追加、第
16-9-93条において(g)民事救済、損害賠償 (civilrelief ;damages)の規定、第16-9-94条において
は若干の変更がある。
まず、第16-9-90条では、「本条は」の後ろに「命名される (shalbe known and)」が挿入さ
れている。第16-9-91条(5)では、「コンピュータ犯罪に対する責任はすべての人々に負わされる
べきである。専門用語はこの章で定義される。」と規定されている。 (6)は旧規定の(5)に当たる。
第16-9-93条(gX1)では本条違反によって、財産、または身体に損害を受けた者は起訴し、その
損害や訴訟の費用を取り戻すことができるとし、また損害賠償という用語を一般的なものに限
定せず、利益の損失や被害者費用も含むと規定している。 (2)では、法廷は他人による同じまた
は類似する違反行為の再発を防ぎ、当事者のトレードシークレットを守るために、関連するコ
ンピュータ、コンピュータ・ネットワーク、データ、もしくはコンピュータ・プログラムの秘
密やセキュリティを防衛する方法において、すべての法的訴訟手続きを行うべきであると規定
している。 (3)では、本条の規定は、法によって許される本条の規定とは別の方法による追加の
民事救済を求める権利を限定するように解釈されてはいけないと規定されている。 (4)では、本
条違反に対しての民事訴訟は、違反が発見された、または注意義務の実行によって発見された
後、 4年以内に提起しなければならない。また、継続される違反行為は一つの違反行為として
構成されると規定されている。
第16-9-94条では、旧規定における(1)、(2)、(3)はそれぞれ(3)、(1)、(2)に変更され、現行規定(1)
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においては、「賃貸者 (lessee)」、「コンピュータ・システム」が削除され、 (2)においては旧規
定の「違反者 (violator)」が「本条の規定に違反していると申し立てられている者 (personal— 
leged to have violated any provision of this article)」に変更されている。 (4)においては、旧規定
の「アクセス (accessto)」が「利用 (useof)」に変更されている。
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第二分担 ハワイ州からミシシッピ州まで（中田光顕）
ハワイ州 (HAWAIICODE ANNOTATED) 
ハワイ州におけるコンピュータ犯罪規定は、 1984年法• Iを1992年に改正した”ものである。
現行規定”とは、 1992年の改正を経た1999年1月現在の条文を指し、旧規定“とは、それ以前
の条文を指す。
1 条文構成
旧規定では、第708-890条「用語の定義」、第708-891条「第 1級のコンピュータ詐欺」、第
708-892条「第2級のコンピュータ詐欺」、第708-893条「第3級のコンピュータ詐欺」、第708-
894条「第 1級の無権限コンピュータ利用」、第708-895条「第2級の無権限コンピュータ利用」、
第708-896条「第3級の無権限コンピュータ利用」で構成されていた。
現行規定では、第708-891条「コンピュータ詐欺 (ComputerFraud)」、第708-892条「無権限
コンピュータ利用 (Unauthorizedcomputer use)」、第708-893条「妨害がなかった場合 (Entry
without disruption)」で構成されている。
2 定義規定
本章で用いられる用語は、旧規定では、第708-890条において、「アクセス」、「コンピュータ」、
「コンピュータ・ネットワーク」、「コンピュータ・プログラム」、「コンピュータ・ソフトウェ
ア」、「コンヒュータ・システム」、「データ」、「金融証書 (Financialinstrument)」、「財産」、
「サービス」について定義されていた。
その後の改正•sで、「アクセス」、「コンピュータ」、「コ／ヒュータ設備 (Computerequip-
ment)」、「コンピュータ・ネットワーク」、「コンピュータ・プログラムあるいはコンピュー
タ・ソフトウェア」、「コンピュータ・サービス」、「コンピュータ・システム」、「データ」、「混
乱 (Disruption)」、「権利侵害 (Injury)」、「財産」、「無権限 (Withoutauthorization)」につい
て定義されるようになった。しかし、 1992年6月17日からの現行規定では、定義規定は削除さ
れている。
• I 制定年度は、夏井• 前掲ホームページ「ハワイ州」参照。
“改正年度は、 Haw.Rev. Stat§708-891を参照。
”現行規定は、 Haw.Rev. Stat. § §708-891 to -893 (1999)を参照 (LEXIS検索）。
”旧規定の原文はARKIN,App.-28、邦訳は「共訳（上）」 220頁以下参照。
“改正年度は、不明である。 1998年 7 月末の時点で、 LEXI~庚索では、 Haw.Rev. Stat§708-
890 (1997)とあり、定義規定が存在した。しかし、 1998年11月の時点では、第708-890条は
「Repealed」となっている。
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3 処罰行為
旧規定では、第708-891条から第708-893条で「コンピュータ詐欺」、第708-894条から第708-
896条で「無権限コンピュータ利用」と処罰行為が規定されていた。
現行規定では、第708-891条で「コンピュータ詐欺」、第708-892条で「無権限コンピュータ利
用」と処罰行為が規定されている。
3. 1 コンピュータ詐欺
旧規定では、第 1 級から第 3 級まで、「サービス等•6の価値」と「毀損 (damage) または誇
張 (enhancement)の価値」の違いで分類されていた。第1級では「2,500ドルを越える場合」、
第2級では「100ドルを越えて2,500ドル以下の場合」、第3級では「100ドル以下の場合」であ
った。
「第1級のコンピュータ詐欺」は、違反者が以下の3点の意図を持って、「コンピュータ、
コンピュータ・システム、コンピュータ・ネットワーク、あるいはその一部にアクセス、また
はアクセスさせた」場合＂、処罰の対象となっていた。 (1)項(a)号では「詐欺の計画もしくは策
略を案出または実行する意図」、 (b}号では「横領の手段、または虚偽の、もしくは欺岡的な表
現の手段により金銭、財産あるいはサービスを取得する意図」、 (c)号では「他人の信用情報に
つき許されていない情報を獲得する意図」である。また、 (c)号では「他人の信用評価を不当に
毀損もしくは不当に誇張する意図を持って、システムまたはネットワークヘ虚偽の情報を入力、
または入力させた者」も処罰の対象としていた。
「第2級のコンピュータ詐欺」は、違反者が2点の意図を持っての行為が、処罰の対象とな
っていた。 2 点の意図とは、 (1)項(a冴と (b)号で規定されていた•so
「第3級のコンピュータ詐欺」は、違反者が2点の意図を持っての行為が、処罰の対象とな
っていた。 2 点の意図とは、 (1)項(a汚•と (b汚•で規定されていた。
現行規定では、第 1級などの分類はなくなり、旧規定のような「サービス等の価値」や「毀
損または誇張の価値」の規定が削除されている。 (a)項から(d)項の4点の行為を行った者の処罰
を目的としていたが、その行為は、旧規定の第708-891条から第708-893条の行為規定をまとめ
たものであり、内容の変更も少ない。内容は、違反者が4点の意図を持っての行為が、処罰の
“ 「サービス等」とは、「金銭、財産、あるいはサービスの価値」のことである。以下、ハワ
イ州では「サービス等」と表記する。
＂この違反者の行為は、第 2級と第3級のコンピュータ詐欺も同様である。第2級と第3級
では、「行為」と表記する。以下、ハワイ州では「行為」と表記する。
”第2級と第3級のコンピュータ詐欺の条文は、 (1)項(a)号が第1級のコンピュータ詐欺での
(1)項(b涛と同様であり、 (1)項(b)号は(1)項(c冴▲と同様である。
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対象となっていた。 4 点の意図は、 (1)項(a)号*9、 (b)号 •10、 (c)号、 (d)*ll号で規定されている。 (c)
号は「無権限で、他人の信用情報を獲得する意図」である。
3. 2 無権限コンピュータ利用
旧規定では、第 1 級から第 3 級まで、「コンピュータ等•12の価値」の違いで分類されていた。
第1級では「10,000ドルを越える場合」、第2級では「2,500ドルを越えて10,000ドル以下の場
合」、第3級では「2,500ドル以下の場合」であった。
処罰行為は、「意図的に、かつ権限なしに*13コンピュータ等にアクセスし、それらを改変し、
毀損し、または破壊」することである。ここでは無権限アクセスそれ自体も処罰される。
現行規定では、第1級などの分類はなくなり、旧規定のような「コンピュータ等の価値」の
規定が削除されているが、その他の変更はない。
4 刑罰
4. 1 コンピュータ詐欺
旧規定において、第 1級のコンピュータ詐欺はC級の重罪であり、第2級と第3級のコンピ
ュータ詐欺は軽罪であった。また、第 1級のコンピュータ詐欺は、「制定法上の罰金刑の代わ
りに、詐取総額の2倍以下の罰金刑を科すこと」ができた。
現行規定において、コンピュータ詐欺はC級の重罪である。
4. 2 無権限コンピュータ利用
旧規定において、第1級の無権限コンピュータ利用はC級の重罪であり、第2級と第3級の
無権限コンピュータ利用は軽罪である。現行規定において、無権限コンピュータ利用はC級の
重罪である。
5 その他
現行規定では、第708-893条で「妨害がなかった場合」が、新たに規定されている。ここで
は、「主張された行為の種類や付帯情況の種類を顧慮しているが、被告人の行為が、コンピュ
ータ、コンピュータ・システム、コンピュータ・ネットワーク、あるいは、そのデータやソフ
”旧規定第708-891条(1)項(a涛と同様。
•10 旧規定第708-891条(1)項(b汚・と同様。
● 11旧規定第708-891条(1)項(c)号「他人の信用情報につき許されていない情報を獲得する意図」
と同様。
”「コンピュータ等」とは、「コンピュータ、コンピュータ・システム、コンピュータ・ネッ
トワーク、コンピュータ・プログラム、コンピュータ・ソフトウェア、または、そこに記億
されているデータ」のことである。以下、ハワイ州では「コンピュータ等」と表記する。
”「第2級の無権限コンピュータ利用」では、「意図的に、かつ権限なしに」という文言はない。
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トウェアに損害、あるいは毀損が現実に発生しなかったと認められるならば、裁判所は、起訴
を却下する」とある。また、「その理由の成文の供述書を正式に提出することなしに、裁判所
は起訴を却下することはない」と規定してある。
アイダホ州 (IDAHOCODE) 
アイダホ州におけるコンピュータ犯罪規定は、第18-2201条と第18-2202条は1984年法•14であ
り、第26-1220条は1979年法*15である。旧規定•1&と現行規定＊＂の違いは見られないことから、
改正されていないと言える。
1 条文構成
第18-2201条「定義」、第18-2202条「コンピュータ犯罪」、第26-1220条「不正データ処理行為
(Ilegal data processing activities)」で構成されている。
2 定藻規定
本章で用いられる用語は、第18-2201条で、「(1)アクセス、 (2)コンピュータ、 (3)コンピュー
タ・ネットワーク、 (4)コンピュータ・プログラム、 (5)コンピュータ・ソフトウェア、 (6)コンピ
ュータ・システム、 (7)財産、 (8)サービス」について定義されている。
「アクセス」については、対象・行為とも基本型である。
3 処罰行為
処罰行為は、第18-2202条で「コンピュータ犯罪」、第26-1220条で「不正データ処理行為」が
規定されている。
3. 1 コンピュータ犯罪
「コンピュータ犯罪」では、次の3点の行為を行った者を処罰する。 (1)項では「詐取する計
画または策略を企て、または実行せんとする目的で、あるいは、虚偽のまたは詐欺的な表示や
表現、約束により金銭、財産またはサービスを取得する目的で、または窃盗を犯す目的で、故
•14 制定年度は、 IdahoCode§18-2201を参照。
•15 制定年度は、 IdahoCode§26-1220を参照。
．“旧規定の原文はARKIN,App.-32、邦訳は「共訳（上）」 224頁以下参照。
•11 現行規定は、 IdahoCode§ §18-2201 to-2202 (1998) , §26-1220 (1998)を参照 (IEXIS検
索）。
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意に、コンピュータ等•1s、あるいはそれらの何らかの部分にアクセスし、あるいはアクセスま
たは利用を企て、あるいは利用しようとした者」である。 (2)項では「アイダホ州法第18-2201
条に記載されたコンピュータ等•19を、故意に、権限なしに、改変し、毀損し、または破壊した
者」である。 (3)項では「アイダホ州法第18-2201条に記載されたコンピュータ等に、故意に、
権限なしに、利用し (uses)、アクセスし、あるいはアクセスしようとした者」である。
では、無権限の利用やアクセスそれ自体も処罰される。
3. 2 不正データ処理行為
--
し一―｀ 
「不正データ処理行為」では、「銀行のコンピュータ・システムに虚偽の記録やデータを入
力し、あるいは銀行機関に関連するコンピュータを正当な権限なく利用し、または銀行のコン
ピュータ・システム内の情報やファイルを改変または破壊し、あるいは金銭、金融証書、財産、
サービスまたは銀行のコンピュータ・システムに蓄積された価値あるデータを正当な権限な
く、電子的にあるいはその他の方法で取得した者」の行為を行った者を処罰する。
4 刑罰
コンピュータ犯罪を犯した者のうち、 (1)項や(2)項の違反は重罪であり、 (3)項の違反は軽罪で
ある。また、不正データ処理行為を犯した者は、重罪である。
イリノイ州 (ILLINOISCOMPILED STATUTES ANNOTATED) 
イリノイ州におけるコンピュータ犯罪規定は、 1987年法•20を改正したもの●21である。現行規
定•22 とは、改正を経た1998年現在の条文を指し、旧規定*23 とはそれ以前の条文を指す。
1 条文構成
第16D-l条「略称 (Shorttitle)」、第16D-2条「定義」、第16D-3条「コンピュータ干渉
(Computer Tampering)」、第16D-4条「加重的コンピュータ干渉 (AggravatedComputer 
*18 「コンピュータ等」とは、「コンピュータ、コンピュータ・システム、またはコンピュー
タ・ネットワーク」のことである。
”「コンピュータ等」とは、「コンピュータ、コンピュータ・システム、またはコンピュー
タ・ネットワーク、あるいは何らかのコンピュータ・ソフトウェア、プログラム、文書、ま
たは、かかるコンピュータ、コンピュータ・システム、コンピュータ・ネットワークに含ま
れたデータ」のことである。以下、アイダホ州では「コンピュータ等」と表記する。
•20 制定年度は、夏井• 前掲ホームページ「イリノイ州」参照。
•21 改正年度は、不明である。
•22 現行規定は、 720ILCS 5/16D-l to -7 (1998) を参照 (IBXI~食索）。
＊町日規定の原文はARKIN,App.-34、邦訳は「共訳（上）」 225頁以下参照。
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Tampering)」、第16D-5条「コンピュータ詐欺 (ComputerFraud)」、第16D-6条「没収
(Forfeiture)」、第16D-7条「無権限についての反証を許す推定 (RebuttablePresumption -with-
out authority)」で構成されている。条文構成では旧規定と現行規定に違いは見られないが、
処罰行為に追加がなされている。
2 定蘊規定
本章において用いられる用語は、第16D-2条で、「(a)コンピュータ、 (b)コンピュータ・プロ
グラム、 (c)デー タ、 (d)財産、 (e)アクセス、(£)サー ビス、 (g)生命に関わるサービスあるいは運用
(Vital services or operations)」について定義されている。旧規定と現行規定で違いは見られな
い。
「アクセス」については、対象・行為とも基本型と異なる。対象は、「コンピュータ」と
「コンピュータ・サービス (ComputerServices)」である。行為は、基本型の「それ以外の利
用」がなく、「利用 (use)」、「抽出 (interceptdata from)」、「その他の方法での利用 (other-
wise utilize)」が含まれる。
3 処罰行為
処罰行為は、第16D-3条で「コンピュータ干渉」、第16D-4条で「加重的コンピュータ干渉」、
第160-5条で「コンピュータ詐欺」が規定されている。
3. 1 コンピュータ干渉
旧規定では、 (a)項で「故意に、かつ本法典第15-2条に規定されたごとく、コンピュータ所有
者の許可なしに、あるいは与えられた権限を喩越して」、次の3点の行為の処罰を目的として
いた。 (1冴で「コンピュータやその一部あるいはプログラムやデータにアクセスし、あるいは
アクセスさせる」行為、 (2冴•では、 (1涛•の行為＊叫こより「データやサービスを入手する」行為、
(3)号では、 (1)号の行為により、「コンピュータを毀損もしくは破壊し、あるいはコンピュー
タ・プログラムやデータを改変もしくは削除する」行為である。ここでは、無権限アクセス自
体も処罰される。
現行規定では、 (a)項の(1冴カヽ ら(3冴・までは変わらないが、新たに(4)号が追加され、ウィルス
等有害プログラムの投与が処罰されることになった。 (4冴・&;!:、「そのコンピュー タによって引
き続いてアクセスし、あるいはアクセスされるそのコンピュータやその他のコンピュータを毀
損しあるいは破壊する情報や命令、あるいは、そのコンピュータや、そのコンピュータによっ
て引き続いてアクセスし、あるいはアクセスされるコンピュータの中のその他のコンピュー
”「(1涛の行為」とは、「コンピュータやその一部あるいはプログラムやデータにアクセスし、
あるいはアクセスさせる」行為のことである。以下、イリノイ州では「(1涛・の行為」と表記する。
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タ・プログラムやデータから、コンピュータ・プログラムやデータを改変し、削除する情報や
命令、あるいは、そのような「プログラム」によってアクセスし、あるいはアクセスされるそ
のコンピュータやコンピュータの使用者に損害を与える情報や命令を含むことを知りながら、
あるいは信じるに足りる理由を持って、コンピュータやコンピュータ・プログラムの中に、
「プログラム」を挿入し*25、あるいは挿入を試みる」行為についての条文である。
3. 2 加重的コンピュータ干渉
「加重的コンピュータ干渉」は、第160-3条の(a)項(3涛•に規定されたコンピュータ干渉の罪
を犯し、かつ故意に次の2点の行為を処罰する。 (1)号で「州または地方政府あるいは公営事業
(public utility)の生命にかかわるサービスまたは運用を混乱させ、あるいは妨害する」、 (2冴▲
で「1人以上の個人に対して、死または重大な身体障害の強度の可能性を惹起する」行為であ
る。旧規定と現行規定の違いは見られない。
3. 3 コンピュータ詐欺
「コンピュータ詐欺」は、故意に、次の3点の行為を処罰する。 (1)号で「詐取するための計
画または策略を企て、または実行するために、あるいは詐欺の一部として、コンピュータまた
はその一部、あるいはプログラムまたはデータにアクセスし、あるいはアクセスさせる」行為、
(2涛で「詐取するための計画または策略に関連して、あるいは詐欺の一部として、コンピュー
夕またはその一部を使用、毀損、破壊し、あるいは関連するプログラムまたはデータを改変、
削除する」行為、 (3roで；「詐取するための計画または策略に関連して、あるいは詐欺の一部と
して、コンピュータまたはその一部、あるいはプログラムまたはデータにアクセスし、あるい
はアクセスさせて、金銭を入手し、あるいは金銭、財産、その他のサービスに対する統制手段
を入手する」行為である。旧規定と現行規定の違いは見られない。
4 刑罰
4. 1 コンピュータ干渉
旧規定では、 (a)項(1)号に違反した者はB級の軽罪であり、 (a)項(2)号に違反した者は、二次的
(second or subsequent)な犯罪であるため、 A級の軽罪および第4級の重罪であった。また、
(a)項(3冴に違反した者は、二次的な犯罪であるために第4級の重罪および第3級の重罪であっ
た。
現行規定では、旧規定での刑罰と、 (a)項(4)号が追加されたため、 (b)項(3)号が、「本条の(a)項
(3冴あるいは(a)項(4)号に規定されたコンピュータ干渉の罪を犯した者は」と変更されている。
*25「プログラムを挿入する (inserta "program")」とあるが、ここでいう「プログラム」は、
コンピュータ・ウィルスやワームのことを指していると思われる。
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4. 2 その値
「加重的コンピュータ干渉」は、 (a)項(1涛•違反は第 3 級の重罪であり、 (a)項(2涛違；反は第 2
級の重罪である。
「コンピュータ詐欺」は、 (a)項(1汚•違反は第 4 級の重罪であり、 (a)項(2涛•違反は第 3 級の重
罪である。また、 (a)項(3)号に規定されたコンピュータ詐欺の罪を行った者で、「金銭、財産、
サービスの額が1,000ドル以下」の場合は、第4級の重罪であり、「1,000ドルを越えて5,000ド
ルを越えない」の場合は、第3級の重罪であり、「5,000ドル以上」の場合は、第2級の重罪で
ある。
5 その他
第16D-3条「コンピュータ干渉」で、 (c)項が追加されている •26。 (c)項は、「本条の(a)項(4)号
違反のために、損害をこうむった人は誰でも、違反者に対する民事訴訟で、適切な救済を得る
ことができる。本条の下での民事訴訟で、裁判所は、勝訴当事者に妥当な弁護士報酬や他の訴
訟費用を認めることができる」とあり、民事訴訟での費用についての規定である。
インディアナ州 (BURNSINDIANA STATUTES ANNOTATED) 
インデイアナ州におけるコンピュータ犯罪規定は、 1986年法＊”である。旧規定•28と現行規定
*29の違いは見られないことから、改正されていないと言える。
1 条文構成
第3ふi3-l-4条「コンピュータ干渉 (Computertampering)」、第3543-2-3条「コンピュータ侵
入 (Computertrespass)」で構成されている。
2 定藻規定
本法における用語の規定は、以下の通りである。
第35-43-1-4条では、 (a)項で、「コンピュータ・ネットワークおよびコンピュータ・システム」
•30、「コンピュータ・プログラム」、「データ」について定義されている。
第35-43-2-3条では、 (a)項で、「アクセス」、「コンピュータ・ネットワーク」、「コンピュー
＊葛これは、 (a)項(4冴が追加されたために追加された条文である。
•21 制定年度は、 Ind.Code§3543-1-4を参照。
•町日規定の原文はARKIN,App.-41、邦訳は「共訳（上）」 229頁以下参照。
*29現行規定は、 Ind.Code§3543-1-4 (1998) , §3543-2-3 (1998) を参照（ともにI.EXI~食索）。
•30 この定義は、「第3543-2-3条に規定されている」と、第3543-1-4条に記されている。
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タ・システム」について定義されている。
「アクセス」については、対象・行為とも基本型と異なる。対象は、基本型の「何らかの資
源」がない。行為は、基本型の「それ以外の利用」がなく、「接近 (approach)」、「資源の利用
(make use of resources)」が含まれる。
3 処罰行為
「コンピュータ干渉」は、「コンピュータ・システムやコンピュータ・ネットワークの所有
者の同意なしに、それらの一部を構成するコンピュータ・プログラムやデータを、故意に、改
変もしくは毀損した者」を処罰する。
「コンピュータ侵入」は、「コンピュータ・システム、コンピュータ・ネットワークの所有
者や、あるいはその所有者から許可を受けた者の同意なしに、コンピュータ・システム、コン
ピュータ・ネットワーク、または、コンピュータ・システムやコンピュータ・ネットワークの
一部に、故意にアクセスした者」を処罰する。ここでは、無権限アクセス自体が処罰される。
4 刑罰
「コンピュータ干渉」はD級の重罪であり、「コンピュータ侵入」はA級の軽罪である。
アイオワ州 (CODEOF IOWA) 
アイオワ州におけるコンピュータ犯罪規定は、 1984年法*31を改正したもの*32である。現行規
定•33 とは、改正を経た1998年現在の条文を指し、旧規定拿“とはそれ以前の条文を指す。
1 条文構成
716Al条「定義」、 716A2条「無権限アクセス (Unauthorizedaccess)」、 716A3条「コンピ
ュータ毀損 (Computerdamage defined)」、 716A4条「第 1級のコンピュータ毀損」、 716A5条
「第2級のコンピュータ毀損」、 716A6条「第3級のコンピュータ毀損」、 716A7条「第4級の
コンピュータ毀損」、 716A.8条「第5級のコンビュータ毀損」、 716A.9条「コンビュータ窃盗
(Computer theft defined)」、 716Al0条「第 1級のコンピュータ窃盗」、 716All条「第2級のコ
ンピュータ窃盗」、 716Al2条「第3級のコンピュータ窃盗」、 716Al3条「第4級のコンピュー
夕窃盗」、 716A.14条「第 5級のコンピュータ窃盗」、 716A.15条「本章は排他的でない
(Chapter not exclusive)」、 716Al6条「プリントアウトは証拠として許容される (Printoutsad-
*31制定年度は、 IowaCode§716Alを参照。
•32 改正年度は不明である。
•33 現行規定は、 IowaCode§ §716Al to .16 (1997)を参照 (IBXIS検索）。
＊門日規定の原文はARKIN,App.-42、邦訳は「共訳（上）」 230頁以下参照。
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missible as evidence)」で構成されている。条文構成は旧規定と現行規定に違いは見られない
が、被害額について変更がなされている。
2 定義規定
本章において用いられる用語は、第716Al条で、定義規定がされている。
旧規定では、「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・システム、 (4)コンピュー
タ・ネットワーク、 (5)コンピュータ・プログラム、 (6)コンピュータ・ソフトウェア、 (7)デー タ、
(8)財産、 (9)サー ビス、 (lo)財産の損失額、 (1)サービスの損害額」について定義されていた。
現行規定では、「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・ネットワーク、 (4)コンピ
ュータ・プログラム、 (5)コンピュータ・ソフトウェア、 (6)コンピュータ・システム、 (7)デー タ、
(8)財産の損失額、 (9)サービスの損害額、 (lo)財産、 (1)サービス」と定義の順番が変更されている
が、内容の変更はない。
「アクセス」については、基本形に対して対象が異なり、「何らかの資源」がない。
3 処罰行為
3. 1 無権限アクセス
「無権限アクセス」では、「コンピュータやコンピュータ・システムあるいはコンピュー
タ・ネットワークに、故意に、権限なしにアクセスする」こと自体を処罰している。旧規定と
現行規定に違いは見られない。
3. 2 コンピュータ穀損
「コンピュータ毀損」では、次の行為を行った者の処罰を目的としている。
旧規定では、「第716Al条8項で定義された財産等*35を、故意に、権限なしに毀損しあるい
は破壊したとき、また、加害あるいは詐取の意図を持って、第716Al条8項で定義された財産
等を、故意に、権限なしにそれらを改変した者」を処罰する。
現行規定では、定義規定で「財産」が(8)項から(lo)項に変更された。そのため、旧規定での
「第716Al条8項で定義された財産」が「第716Al条10項で定義された財産」と変更されてい
る。
3. 3 コンピュータ窃盗
「コンピュータ窃盗」では、次の行為を行った者の処罰を目的としている。その行為とは、
*35 「第716Aー1条8項で定義された財産等」とは、「コンピュータ、コンピュータ・システム、
コンピュータ・ネットワーク、コンピュータ・ソフトウェア、コンピュータ・プログラム、
あるいはその他の、第716A-1条8項で定義された財産」のことである。以下、イリノイ州で
は「第716A-1条8項で定義された財産等」と表記する。
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「サービス、情報、または財産を取得する目的で、コンピュータ等*36、またはその一部に、故
意に、権限なくアクセスし、またはアクセスさせたとき、あるいは、所有者から所有を永久に
奪う意図で、故意に、権限なしに、コンピュータ等、またはそれらに含まれたコンピュータ・
ソフトウェアやプログラム、データを持ち出し (takes)、移転し、隠匿し、または保有し (re-
tains possession)た」行為である。旧規定と現行規定で違いは見られない。
4 刑罰
4. 1 コンピュータ毀損
「コンピュータ毀損」に対する刑罰は、その毀損による損害額に対して刑罰が、第 1級から
第5級に分類されている。
第1級のコンピュータ毀損はC級の重罪、第2級はD級の重罪、第3級は軽罪 (anaggra— 
vated misdemeanor)、第4級と第5級は軽罪 (aserious misdemeanor)である。
ここでの旧規定と現行規定との違いは、毀損による損害額の違いである。第1級のコンビュ
ータ詐欺において、旧規定では「損害が5,000ドルを越える財産あるいはサービスの損失にな
る場合には」という規定が、現行規定では「損害が10,000ドルを越える財産あるいはサービス
の損失になる場合には」という規定に変更されている。第2級では、「5,000ドル以下で500ド
ルを越える」が「10,000ドル以下で1,000ドルを越える」となっている。第3級では、「500ドル
以下で100ドルを越える」が「1,000ドル以下で500ドルを越える」となっている。第4級では、
「100ドル以下で50ドルを越える」が「500ドル以下で100ドルを越える」となっている。第5級
では、「50ドル以下」が「100ドル以下」となっている。
つまり、旧規定における損害額が50ドル、 100ドル、 500ドル、 5000ドルが、現行規定では、
100ドル、 500ドル、 1,000ドル、 10,000ドルというように、旧規定の2倍または5倍になってい
る。
4. 2 コンピュータ窃盗
「コンピュータ窃盗」に対する刑罰は、その窃盗額に対して刑罰が、第 1級から第5級に分
類されている。
第1級のコンピュータ窃盗はC級の重罪、第2級はD級の重罪、第3級は軽罪 (anaggra— 
vated misdemeanor)、第4級と第5級は軽罪 (aserious misdemeanor)である。
ここでの旧規定と現行規定との違いは、窃盗による損失額の違いである。第1級のコンピュ
ータ窃盗において、旧規定では「窃盗が5,000ドルを越える財産あるいはサービスの損失にな
る場合には」という規定が、現行規定では「窃盗が10,000ドルを越える財産あるいはサービス
•36 「コンピュータ等」とは、「コンピュータ、コンピュータ・システム、コンピュータ・ネッ
トワーク」のことである。以下、イリノイ州では「コンピュータ等」と表記する。
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の損失になる場合には」という規定に変更されている。第2級から第5級の変更も、「4. 1 
コンピュータ毀損」の場合と同様である。
5 その他
第716Al5条では、「本章の各規定は、本章に違反する行為や取扱いに対して適用されており、
あるいは適用されうる、本章と矛盾しない当州の法律の他の規定の適用を妨げるものではない」
とあり、アイオワ州のほかの法律の適用について規定されている。
第716Al6条では、本章の規定に基づく訴訟において規定されており、「反対証拠のルールの
適用 (anapplicable rule of evidence to the contrary)にも関わらず、コンピュータ・プリント
アウトは、コンピュータ内にあり、あるいはそこから取り出されたコンピュータ・ソフトウェ
ア、プログラム、データの証拠として許容されうる」と規定している。
カンザス州 (KANSASSTATUTES ANNOTATED) 
カンザス州におけるコンピュータ犯罪規定は、1985年法037を1997年に改正した*38ものである。
現行規定*39とは、 1997年の改正を経た1998年現在の条文を指し、旧規定*40とは、それ以前の条
文を指す。
1 条文構成
カンザス州法のコンピュータ犯罪規定は、第21-3755条であり、旧規定と現行規定は同様の
条文構成がなされている。
旧規定では、「コンピュータ犯罪 (Computercrime)、不正アクセス (unlaw釦lcomputer ac-
cess)」という表題であった。しかし、現行規定では、「コンピュータ犯罪 (Computercrime)、
コンピュータ・パスワードの開示 (computerpassword disclosure)、コンピュータ侵入 (com-
puter trespass)」という表題に変わっている。
2 定義規定
旧規定では、 (1)項で、「(a)アクセス、 (b)コンピュータ、 (c)コンピュータ・ネットワーク、 (d)
コンピュータ・プログラム、 (e)コンピュータ・ソフトウェア、 (f)コンピュータ・システム、 (g)
金融証書、 (h)財産、 (i)サー ビス、 (i)運用支援文書」について定義されていた。
現行規定では、旧規定の(1)項が(a)項に変更され、「(1)アクセス、 (2)コンピュータ、 (3)コンピ
*37制定年度は、 Kan.Stat. Ann. §21-3755を参照。
•38 改正年度は、 Kan.Stat. Ann. §21-3755を参照。
•39 現行規定は、 Kan.Stat. Ann. §21-3755 (1997)を参照 (LEXIS検索）。
*40旧規定の原文はARKIN,App.42.4、邦訳は「共訳（上）」 234頁以下参照。
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ュータ・ネットワーク、 (4)コンピュータ・プログラム、 (5)コンピュータ・ソフトウェア、 (6)コ
ンピュータ・システム、 (7)金融証書、 (8)財産、 (9)サー ビス、 (10)運用支援文書」について定義さ
れている。
ここでは、「アクセス」の定義は、旧規定での「接近し (approach)」という文言が、現行規
定では削除され、「コンピュータやコンピュータ・システムあるいはコンピュータ・ネットワ
ークの何らかの資源に命令を与え、通信し、データを記憶し、データを検索し、あるいはその
他の方法で使用することをいう」と変更されている。「アクセス」については、対象・行為と
も基本型である。
また、「財産」の定義は、旧規定での「およびその他の有体または無体の価値あるものを含
むが (andother tangible or intangible item of value)」という文言が、現行規定では削除され、
「金融証書、情報、電子的に作成され、記憶されたデータ、運用支援文書、機械または人間の
いずれかが読み取ることのできる形態のコンピュータ・ソフトウェアであるが、これらに限定
されない」と変更されている。
3 処罰行為
処罰行為は、 (b}号「コンピュータ犯罪」、 (c)項「コンピュータ・パスワード開示」、 (d)項「コ
ンピュータ侵害」が規定されている。
3. 1 コンピュータ犯罪
旧規定では、 (2)項において、コンピュータ犯罪とはどのような行為かが、 (a)号~(c)号で規定
されていた。現行規定では、旧規定の(2)項が(b)項に変更され、 (A)号~(C)号という形で規定され
ている。
旧規定では、次の3点の行為の処罰を目的としている。その行為とは、 (a)号で「故意に、権
限なしに、アクセスを得て、あるいはアクセスを得ようとして、かつ、コンピュータ等＊“を毀
損、変更、改変、破壊、複写、開示 (disclosing)、あるいは所持する (takingpossession)」行
為、 (b)号で「詐取する意図を持って、計画あるいは策略を企て、または実行する目的で、ある
いは、虚偽のまたは詐欺的表示あるいは表現で金銭、財産、サービス、またはその他の価値あ
るものを取得する目的で、コンビュータ等を利用する」行為、 (c)号で「故意に、権限を逸脱し
て、コンピュータ等を毀損、変更、改変、破壊、複写、開示あるいは所持する」行為である。
現行規定では、旧規定の(a)号が現行規定の(A)号にあたる。旧規定での「アクセスを得て、あ
るいはアクセスを得ようとして」が、現行規定では「アクセスする」に変更されている。
ここで特徴なのは、旧規定の(a)号が現行規定の(A)号にあたり、旧規定の(c)号が現行規定の(C)
041 「コンピュータ等」とは、「コンピュータやコンピュータ・システム、コンピュータ・ネットワー
クあるいはその他の財産」のことである。以下、カンザス州では「コンピュータ等」と表記する。
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号にあたるのだが、どちらも、「故意に」という意味の語句が、旧規定では「willfully」であっ
たのに対し、現行規定では「intentionally」へと変わっている点である。
3. 2 コンピュータ・パスワード開示
現行規定で新たに追加された処罰行為に、 (c)項の「コンピュータ・パスワードの開示」があ
る。これは、「コンピュータや、コンビュータ・ネットワークヘの数字、符号、パスワード、
あるいはその他のアクセス手段の無権限である、故意の開示」を処罰する。
3. 3 コンピュータ侵入
現行規定で新たに追加された処罰行為に、 (d)項の「コンピュータ侵入」がある。これは、
「故意に、無権限に、コンピュータやコンピュータ・システム、コンピュータ・ネットワーク、
あるいはそれらに含まれたコンピュータ・ソフトウェアやプログラム、文書、データ、財産に
アクセスすること、あるいはアクセスしようとする」行為そのものが処罰される。
3. 4 その他
旧規定の(4)項では、不正アクセスの定義と処罰が規定されていたが、現行規定では削除され
ている。
4 刑罰
4. 1 コンピュータ犯罪
旧規定では、「150ドルを越えない価値の損失を生じさせる」場合は「A級の軽罪」であり、
「150ドル以上の価値の損失を生じさせる」場合は「E級の重罪」であった。
しかし、現行規定でこの規定は削除されており、 (2涛鼻で「レベル8の重罪 (aseverity level 
8, nonperson felony) *42」と規定されている。
4. 2 その他
旧規定では、不正アクセスがん級の軽罪であったが、現行規定では削除されている。
現行規定で新設された処罰行為である「コンピュータ・パスワードの開示」と「コンピュー
夕侵害」は、「ん級の軽罪 (nonpersonmisdemeanor) *43」である。
*42この邦訳は、夏井・前掲ホームページ「カンザス州」参照。
*43この邦訳は、夏井・前掲ホームページ「カンザス州」参照。
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ケンタッキー州 (KENTUCKYREVISED STATUTES ANNOTATED) 
ケンタッキー州におけるコンピュータ犯罪規定は、 1984年法＊“である。旧規定*45と現行規定
*46の違いはみられないことから、改正されていないと言える。
1 条文構成
第434.840条「定義」、第434.845条「第1級の不正アクセス (Unlawfulaccess)」、第434.850
条「第2級の不正アクセス」、第434.855条「コンピュータ情報の濫用 (Misuseof computer in-
formation)」、第434.860条「裁判地 (Venue)」で構成されている。
2 定義規定
本章における用語は、第434.840条で、「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・ネ
ットワーク、 (4)コンピュータ・プログラム、 (5)コンピュータ・ソフトウェア、 (6)コンピュー
タ・システム、 (7)デー タ、 (8)金融証書、 (9)知的財産、 (10)処理する、 (1)財産、 (12)サービス」につ
いて定義されている。
「アクセス」については、対象は基本型であり、行為は基本型と異なる。行為は、基本型の
「命令」がなく、「抽出」、「接近 (approach)」が含まれる。
3 処罰行為
処罰行為は、第434.845条「第1級の不正アクセス」、第434.850条「第2級の不正アクセス」、
第434.855条「コンピュータ情報の濫用」が規定されている。
3. 1 不正アクセス
第434.845条と第434.850条では、第1級と第2級の不正アクセスについて規定されている。
「第1級の不正アクセス」では、次の3点の目的で、「コンピュータ等＊”に、故意に、直接
あるいは間接にアクセスし、あるいはアクセスさせ、またはアクセスしようとした」者の処罰
を目的としている。その目的とは、 (a)号で「詐取する計画あるいは策略を企て、または実行す
る目的」、 (b)号で「虚偽のまたは詐欺的な表示 (pretense)や表現 (representation)、約束によ
•44 制定年度は、 Ky.Rev. Stat. Ann. §434.840を参照。
*45旧規定の原文はARKIN,App.42.6、邦訳は「共訳（上）」 236頁以下参照。
*46現行規定は、 Ky.Rev. Stat. Ann. § §434.840 to .860 (Michie 1998)を参照 (LEXIS検索）。
*47 「コンピュータ等」とは、「コンビュータ・ソフトウェア、コンピュータ・プログラム、デ
ータ、コンピュータ、コンピュータ・システム、コンピュータ・ネットワーク、あるいはそ
の一部」のことである。以下、ケンタッキー州では「コンピュータ等」と表記する。
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って、自己または他人のために金銭、財産、サービスを取得する目的」、 (c)号で「コンピュー
タやコンピュータ・システム、コンピュータ・ネットワーク、コンピュータ・ソフトウェア、
コンピュータ・プログラム、データを改変、毀損、破壊し、あるいは改変、毀損、破壊を企て
る目的」、というものである。
ここでの特徴は、第434.845条(2)項で、「第1級の不正アクセス」違反を構成しないことまで
規定してあることである。「アクセスの唯一の目的が情報を取得することであって、本条によ
り禁止されたその他の行為を犯すものでない場合」には、詐欺などに関連しても、本条の違反
を構成されないと規定している。
「第2級の不正アクセス」では、コンピュータ等に、権限なく、故意に、直接あるいは間接
にアクセスし、あるいはアクセスさせ、またはアクセスしようとすることを処罰している。第
1級の不正アクセスとの違いは、詐取などの目的による限定をしないでアクセスそれ自体を処
罰し、また、「無権限」に限定している。
3. 2 コンピュータ情報の濫用
「コンピュータ情報の濫用」では、 (1)項で、次の2点の行為を行った者の処罰を目的として
いる。その行為とは、 (a)号で「ケンタッキー改正制定法州第434.845条に違反することによっ
て獲得されたものを収受、隠匿、使用し、あるいは他人がそうすることを幣助する」行為、 (b)
号で「書籍、記録、文書、財産、金融証書、コンピュータ・ソフトウェア、コンピュータ・プ
ログラム、またはその他の資料や財産あるいは事物 (objects)が、ケンタッキー改正制定法
第434.845条に違反する行為に違反する行為に用いられ、あるいは違反によって獲得されたこ
とを知りながら、それらを収受、隠匿、使用し、あるいは他人がそうすることを精助する」行
為のことである。
4 刑罰
4. 1 不正アクセス
第1級の不正アクセスはC級の重罪であり、第2級の不正アクセスはA級の軽罪である。
4. 2 コンピュータ情報の濫用
コンピュータ情報の濫用は、 C級の軽罪である。
4 その他
第434.860条では、「裁判地」について規定されている。ここでは、「第434.845条、第434.850
条と第434.855条の規定に関する裁判地は、第434.845条、第434.850条と第434.855条に違反する
取引の促進行為がなされた郡 (county)において」、また、「当該郡を通じてなされたあらゆる
郡において、なされたものと見なされる」と規定している。
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ルイジアナ州 (LOUISIANASTATUTES) 
ルイジアナ州におけるコンピュータ犯罪規定は、 1988年法*48を改正したもの*49である。現行
規定＊”とは、改正を経た1999年現在の条文を指し、旧規定*SIとは、それ以前の条文を指す。
1 条文構成
第73.1条「定義」、第73.2条「知的財産に対する犯罪 (Offensesagainst intellectual property)」、
第73.3条「コンピュータ設備またはその用品に対する犯罪 (Offensesagainst computer equip-
ment or supplies)」、第73.4条「コンピュータの利用者に対する犯罪 (Offensesagainst comput-
er users)」、第73.5条「コンピュータ詐欺 (Computerfraud)」で構成されている。条文構成は
旧規定と現行規定に違いは見られず、内容も基本的に変更はない
2 定義規定
本章における用語は、第73.1条で、「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・・ネッ
トワー ク、 (4)コンピュータ・プログラム、 (5)コンピュータ・サービス、 (6)コンピュータ・ソフ
トウェア、 (7)コンピュータ・システム、 (8)金融証書、 (9)知的財産、 (10)正当な手段 (Proper
means)、(l)財産」と定義されている。旧規定と現行規定の違いはみられない。
「アクセス」については、対象・行為とも基本型と異なる。対象は、基本型と「プログラム」
と「データ」が含まれる。行為は、基本形の「命令」がなく、「プログラム」、「プログラムを
実行」が含まれる。
3 処罰行為
処罰行為は、第73.2条「知的財産に対する犯罪」、第73.3条「コンピュータ設備またはその用
品に対する犯罪」、第73.4条「コンピュータの利用者に対する犯罪」、第73.5条「コンピュータ
詐欺」が規定されている。
3. 1 知的財産に対する犯罪
「知的財産に対する犯罪」は、コンピュータ・データ、プログラム、ソフトウェアを知的財
産と定義（第73.1条(9)号）した上で、 A項で、故意に、次の2点の行為を行った者の処罰を目
的としている。その行為とは、 (1)号で「知的財産の、同意なき破壊、挿入もしくは変更」、ま
*48 制定年度は、夏井• 前掲ホームページ「ルイジアナ州」参照。
*49改正年度は、不明である。
*50現行規定は、 La.Rev. Stat Ann. § §14:73.1 to .5 (1999)を参照 (IBXIS検索）。
＊町日規定の原文はARKIN,App.-45、邦訳は「共訳（上）」 239頁以下参照。
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たは(2冴で「知的財産の、同意なき漏示 (disclosure)、使用、複写、持ち出し (taking)もし
くはアクセス」である。
ここでの特徴的は、 C項で、「本条の規定は、本節において規定されている正当な手段によ
る漏示、使用、複写、持ち出しまたはアクセスには適用しない」と規定され、「知的財産に対
する犯罪」の例外を規定していることである。なお、無権限の使用・アクセス自体が処罰され
る。
3. 2 コンピュータ設備またはその用品に対する犯罪
「コンピュータ設備またはその用品に対する犯罪」は、 A項で、「コンピュータ、コンピュ
ータ・システムあるいはコンピュータ・ネットワークにおいて使用されている、もしくは使用
すべく意図されたコンピュータもしくはその用品に対する故意による同意なき変更または破
壊」する行為の処罰を目的としている。
3. 3 コンピュータの利用者に対する犯罪
「コンピュータの利用者に対する犯罪」は、「権限を有する利用者が、コンピュータ、コン
ピュータ・システム、コンピュータ・ネットワークあるいはコンピュータ・サービスを最大限
かつ効果的に利用しまたはそれにアクセスすることを、同意なく故意に拒絶する」行為の処罰
を目的としている。
3. 4 コンピュータ詐欺
旧規定では、「コンピュータ詐欺」は、「詐取 (defraud)、または虚偽ないし欺岡的行為、態
度もしくは表示によって、またはプログラムもしくはデータの改変、削除もしくは挿入による、
金銭、財産もしくはサービスの獲得」という目的で、「コンピュータ、コンピュータ・システ
ム、コンピュータ・ネットワークあるいはその一部に対してアクセスし、またはアクセスなさ
しめる」行為の処罰を目的としている。
現行規定では、旧規定では「データの改変」であったのが、「fraudulent」という語が追加さ
れ、「データの欺岡的改変 (fraudulentalteration)」と変更されている。
4 刑罰
4. 1 知的財産に対する犯罪
「知的財産に対する犯罪」を行った者は、 500ドルを越えない罰金、もしくは6ヶ月を越え
ない拘禁刑、またはその併科を、当該犯罪の遂行に対して科している。しかし、 B項(2)号で、
損害もしくは損失が、 500ドルないしそれを越える価値に相当する場合は、 10,000ドルを越え
ない罰金、もしくは5年を越えない重労働を伴う拘禁刑、またはその併科である。
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4. 2 コンピュータ設備またはその用品に対する犯罪
「コンピュータ設備またはその用品に対する犯罪」を行った者は、 500ドルを越えない罰金、
もしくは6ヶ月を越えない拘禁刑、またはその併科である。しかし、 B項(2)号で、損害もしく
は損失が、 500ドルないしそれを越える価値に相当する場合は、当該行為者には、 10,000ドル
を越えない罰金、もしくは 5年を越えない重労働をともなう拘禁刑、もしくはそれをともなわ
ない拘禁刑、またはその併科である。
4. 3 コンピュータの利用者に対する犯罪
「コンピュータの利用者に対する犯罪」を行った者は、 500ドルを越えない罰金、もしくは
6ヶ月を越えない拘禁刑、またはその併科を、当該犯罪の遂行に対して科している。しかし、
B項(2)号で、損害もしくは損失が、 500ドルないしそれを越える価値に相当する場合は、当該
行為者には、 10,000ドルを越えない罰金、もしくは5年を越えない重労働をともなう拘禁刑、
もしくはそれをともなわない拘禁刑、またはその併科である。
4. 4 コンピュータ詐欺
「コンピュータ詐欺」を行った者は、 10,000ドルを越えない罰金、もしくは5年を越えない
重労働をともなう拘禁刑、もしくはそれをともなわない拘禁刑、またはその併科である。
メーン州 (MAINEREVISED STATUTES) 
メーン州におけるコンピュータ犯罪規定は、 1989年法•52である。旧規定との比較検討資料が
ない •53ので、その内容•54を紹介する。
1 条文構成
第431条「定義」、第432条「コンピュータ・プライバ‘ン一の侵害 (Cnmmalinvasion of com-
ravated crunmal m-puter privacy)」、第433条「コンピュータ・プライバシーの加重侵害 (Agg . 
vasion of computer privacy)」で構成されている。
2 定義規定
本章における用語は、第431条で、「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ情報、 (4)
•sz 制定年度は、夏井• 前掲ホームページ「メーン州」参照。
•53 旧規定の原文はARKINの巻末資料には掲載されていない。メーン州では、 1989年以降の改
正は不明である。
*54ここで紹介する現行のメーン州のコンピュータ犯罪規定は、 17-AM. RS. § §431 -433 
(1997)を参照 (LEXIS検索）。
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コンピュータ・ネットワーク、 (5)コンピュータ・プログラム、 (6)コンピュータ・ソフトウェア、
(7)コンピュータ・システム、 (8)コンピュータ資源、 (9)コンピュータ・ウィルス、 (10)毀損•ss、 (11)
無権限」について定義されている。
「アクセス」については、対象・行為とも基本型と異なる。対象は、「何らかのコンピュー
夕資源 (anycomputer resource)」のみである。行為は、基本型の「それ以外の利用」がなく、
「論理的な入り口の獲得 (gainlogical entry into)」が含まれる。
3 処罰行為
第432条と第433条では「コンピュータ・プライバシーの侵害」について規定されている。
「コンピュータ・プライバシーの侵害」では、「そうする権限のないこと (notauthorized to 
do so) を知りながら、故意に、コンピュータ資源にアクセスする者」を処罰している。「コン
ピュータ資源」とは、コンピュータ・システム、ネットワーク、プログラム、ソフトウェア、
コンピュータ情報と定義（第431条(8)号）され、これらに対する無権限アクセスそのものが処
罰されている。
「コンピュータ・プライバシーの加重侵害」では、 1項で、次の3点の行為を行った者の処
罰を目的としている。その者とは、 A号で「そうする権限のないことを知りながら、故意に、
コンピュータ・プログラム、コンピュータ・ソフトウェア、あるいはコンピュータ情報の無権
限コビーを行った者」、 B号で「そうする権利 (theright to do so)があるという事を信じるに
足りる根拠がないにもかかわらず、故意に、他人のコンピュータ資源を毀損する者」、 C号で
「そうする権利があるという事を信じる筋の通った根拠がないにもかかわらず、故意に、コン
ピュータ資源の中に、コンピュータ・ウィルス *56を投与し (introduces)、あるいは投与する
ことを許可した者」のことである。
ここでの特徴は、「コンピュータ・ウィルスの投与」が、コンピュータ・プライバシーの加
重侵害として処罰されている点である。
4 刑罰
「コンピュータ・プライバシーの侵害」は、 D級の犯罪である。「コンピュータ・プライバ
シーの加重侵害」は、 C級の犯罪である。
•ss 「毀損」とは、「何らかの手段によって、破壊、改変、中断、削除、追加、修正、またはコ
ンピュータ資源を再び配置させる (rearrange) こと」である。
*56コンピュータ・ウィルスの定義は、次の通りである。「コンピュータ命令、コンピュータ情
報、コンピュータ・データやコンピュータ・プログラムのことであり、それは、コンピュー
夕資源の能力を低下させ、コンピュータ資源を使用不可能にし、毀損し、あるいは破壊し、
また、ホスト・コンピュータ・プログラム、データや命令が実行され、あるいはその他のイ
ベントが、ホスト・コンピュータの資源、データや命令の中で実行されるときに、それ自身
に他のコンピュータ資源を感染させたり、実行したりすること」。
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メアリランド州 (ANNOTATEDCODE OF MARYLAND) 
メアリランド州におけるコンピュータ犯罪規定は、第146条＊”は1984年法を1998年に改正し
たものである。第45A条拿58は1979年法を1984年に改正したものである。第146条の現行規定059
とは、 1998年の改正を経た1999年現在の条文を指し、旧規定•60 とは、それ以前の条文を指す。
第45A条は、旧規定との比較検討資料がない*61ので、その内容*62を紹介する。
1 条文構成
第146条は、旧規定と現行規定ともに、「禁止されるコンピュータヘの無権限アクセス
(Unauthorized access to computers prohibited)」である。
第45A条は、「公的記録 (publicrecord)への虚偽の侵入 (falseentry in)、改変 (altering)、摩
損 (defacing)、破壊 (destroying)、移動 (removing)、隠匿 (concealing)、アクセス (ac-
cessing)」である。
2 定義規定
本章における用語は、第146条(a)項で定義されている。
旧規定では、「(1)コンピュータ、 (2)コンピュータ・コントロール・ランゲージ (Computer
control language)、(3)コンヒュータ・データ・ベース、 (4)コンピュータ・ネットワーク、 (5)コ
ンピュータ・プログラム、 (6)コンピュータ・サービス、 (7)コンビュータ・ソフトウェア、 (8)コ
ンピュータ・システム、 (9)アクセス」について定義されていた。
現行規定では、同様の構成だが、内容に変更が見られる。
(1)号「コンピュータ」では、旧規定の (ii)の1「もっばら、日常生活での個人的な、ある
いは家庭ないし家事の目的で設計、生産そして使用されているもの」と2「他のコンピュータ
とアクセスし、通信しあるいはこれを操作するために使用されていないもの」が削除されてい
る。
(3)号「コンピュータ・データ・ベース」では、 (i)「またはコンピュータ、コンピュータ・
システム、コンピュータ・ネットワークによって創造されつつあり、あるいはすでに創造され
ており (orare or have been produced by a computer, computer system, or computer network)」
•57 制定年度と改正年度は、 Md.Ann. Code art, §146を参照。
•58 制定年度と改正年度は、 Md.Ann. Code art, §45Aを参照。
*59現行規定は、 Md.Ann. Code art, §146 (1998)を参照 (LEXIS検索）。
＊町日規定の原文はARKIN,App.-48、邦訳は「共訳（上）」 242頁以下参照。
•61 旧規定の原文はARKINの巻末資料には掲載されていない。
•62 ここで紹介する第45A条は、 Md.Ann. Code art, §45A (1998)を参照 (LEXIS検索）。
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という文言が追加されている。
(4涛「コンピュータ・ネットワーク」では、 (i)「相互に連結したものが連続的に継続する
かしないかを (whetheror not the interconnection is continuously maintained)」という文言が
追加されている。
第4鵡条では、「<1m的記録 (Publicrecord)、(2)アクセス (Access)」について定義されてい
る。
「アクセス」については、対象・’行為とも基本型と異なる。対象は、「コンピュータ (com-
puters)」、「データ処理設備 (dataprocessing equipment)」と「資源 (resources)」である。
行為は、基本型の「それ以外の利用」がなく、「その他の利用 (otherwisemake use of equip-
ment)」が含まれるが、「限定されない (butnot limited to)」という文言がある。
3 処罰行為
3. 1 不法アクセス
第146条の(c)項で「不法アクセス (lliegalaccess)」が規定されている。
旧規定では、「いかなる者も、故意にかつ権限なく、コンピュータ等*63に対して、アクセス
し、アクセスを試み、あるいはアクセスさせてはならない」と規定していた。
現行規定では、 (c)項が(c)項(1汚から(3)号と細分化され、 (1)号と(2汚力可不法アクセスの処罰行
為となっている。
(1涛では、「人は、故意にかつ権限なく、コンピュータ等に対して、アクセスし、アクセス
を試みあるいはアクセスさせてはならない」と規定され、無権限アクセスそれ自体が処罰され
る。
(2冴では、「人は、故意にかつ権限なく、以下の目的でコンピュータ等に対して、アクセス
し、アクセスを試み、あるいはアクセスさせてはならない」と規定している。以下の目的とは、
(i)機能不全を引き起こし、あるいはコンピュータ等＊“の運用、あるいはこれらのシステムな
いしサービスの一部を中断する目的、 (i)コンピュータ等によって、蓄積、維持、創造された
データやコンピュータ・プログラムを改変、毀損、あるいは破壊する目的である。
(3冴では、 (i)と(i)で「人が、故意にかつ権限なく、有効なアクセスコードを探査し (iden-
tify)、あるいは探査しようとすること、あるいは、権限のない者に、有効なアクセスコードを
*63 「コンピュータ等」とは、「コンピュータ、コンピュータ・ネットワーク、コンピュータ・
ソフトウェア、コンピュータ・コントロール・ランゲージ、コンピュータ・システム、コン
ピュータ・サービス、コンピュータ・データ・ベースあるいはこれらのシステムないしサー
ビスの一部」のことである。以下、メアリランド州では「コンピュータ等」と表記する。
*64 「コンピュータ等」とは、「コンピュータ、コンピュータ・ネットワーク、コンピュータ・
ソフトウェア、コンピュータ・コントロール・ランゲージ、コンピュータ・システム、コン
ピュータ・サービス、コンピュータ・データ・ベース」のことである。
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配布 (distribute)、あるいは公表する (publicize)こと」を規定している。
3. 2 公的記録に対する禁止行為
第45A条(b)項で、公的記録に対する禁止行為が規定されている。禁止行為とは、 (1冴•で「公
的記録への虚偽の侵入する」行為、 (2)号で「適切な権限のある場合を除き (Exceptunder 
proper authority)、故意に、改変、摩損、破壊、移動、あるいは隠匿する」行為、 (3)号で「本
来の権限下を除き、故意に、アクセスする」行為である。
4 刑罰
4. 1 不法アクセス
旧規定では、不法アクセスを行った者は、軽罪であり、 1,000ドルを越えない罰金、あるい
は3年を越えない拘禁刑、またはその併科である。
現行規定では、 (c)項が細分化されたことに伴い、変更されている。 (1)号では、 (c)項(1汚・違反
は、軽罪として有罪とし、 1,000ドルを越えない罰金、あるいは3年を越えない拘禁刑、また
はその併科である。また、 (c)項(2)号あるいは(c)項(3)号違反は、軽罪として有罪であり、 5,000
ドルを越えない罰金、あるいは 5年を越えない拘禁刑、またはその併科である。
4. 2 公的記録に対する禁止行為
軽罪でかつ、 3年までの拘禁刑、あるいは1,000ドルまでの罰金、あるいはその併科である。
5 その他
(e)項では、「罪数・裁判管轄」について規定されている。ここでは、「コンピュータ等に対す
る不法アクセス違反が、 1個の計画にしたがってあるいは連続した行為経過のもとである場合
には、 1個の犯罪を構成するもの」としている。
また、裁判管轄において、「当該人物が犯行を行った、あるいはアクセスされたコンピュー
タが設置されている、当州内のいずれかの郡 (county)で、本条(c)項違反を行ったとされる人
物の審理を行うものとする」と規定している。
マサチューセッツ州 (ANNOTATEDLAWS OF MASSACHUSETTS) 
マサチューセッツ州におけるコンピュータ犯罪規定•65は、第33A条と第120F条は1994年法を
1995年に改正したものである。第30条は1692年法の1995年に改正したものである。第139A条
*65制定年度と改正年度は、 Mass.Gen. Laws. Ann. Ch. 266, §30, §33A, §120F, §139Aを参照。
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は1974年法•66である。 4 つの条文とも、旧規定との比較検討資料がない＊町ので、その内容•68を
紹介する。
1 条文構成
第30条「窃盗 (Larceny) ; 財産 (PropertyDefined) ; 刑罰 (Punishment) ; 被害者が年
輩や身体障害者である場合の加重刑罰 (IncreasedPunishment Where Victim is Elderly or 
Disabled Person)」第33A条「商業用コンピュータ・サービス入手詐欺 (FraudulentObtaining 
of Commercial Computer Service) ; 罰則 (Penalty)」、第120F条「コンピュータ・システムへ
の無権限アクセス (UnauthorizedAccessing of Computer Systems) ; 罰則 (Penalty) ; 警告
としてのパスワード要求 (PasswordRequirement as Notice)」、第139A条「機械番号の除去、
改変など (Removing,Altering, etc. Machine Numbers) ; 抹消や変更された識別番号のある電
子的装置や機械的装置の所有や販売 (Possessionof or Sale of Electrical or Mechanical Device 
with Obliterated or Changed Identifying Number) ; 罰則 (Penalty)」で構成されている。
2 定義規定
本章で用いられる用語の定義規定の条文は、存在しない•690
第30条で、「財産」と「トレード・シークレット (tradesecret)」が定義されている。また、
第33A条では、「商業用コンピュータ・サ ビス（- commercial computer semce)•10」という語
の定義がされている。
「トレード・シークレット」とは、「秘匿の (secret)科学的、技術的、商取引上の (mer-
chandising)製品や管理情報、デザイン、工程 (process)、手順 (procedure)、製法 (formula)、
創案 (invention)、改良点 (improvement)を構成し (constitutes)、表現し (represents)、証
明し、記録している何らかの有体物や無体物、あるいは電子工学的に (electronically)保存、
•66 制定年度は、 Mass.Gen. Laws. Ann. ch. 266, §139Aを参照。
● 67旧規定はArkinの巻末資料には掲載されていない。マサチューセッツ州では、 1994年以前の
コンビュータ犯罪規定は不明である。
•68 ここで紹介する現行のマサチューセッツ州のコンビュータ犯罪規定は、 Mass. Ann. Laws 
ch., §30 (1999) , §33A (1999) , §120F (1999) , §139A (1999) を参照 (LEXI~食索）。
•69 ここで紹介する、第30条、第33A条、第120F条、第139A条にはない。
•10 「商業用コンピュータ・サービス (commercial computer service)」という語は、「コンピ
ュータ、コンピュータ・システム、コンピュータ・プログラム、またはコンピュータ・ネッ
トワークの使用、あるいはデータヘのアクセスやデータの複製で、そのような使用 (use)、
アクセス、あるいは複製が、コンピュータ・システム、プログラム、ネットワーク、あるい
は金銭的な理由による申し込み (monetaryconsideration)や他の根拠 (otherbasis)に基づ
くその他のものへのデータの排他的権利者 (proprietor)や運用者 (operator)によって提供
されること」を意味している。
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蓄積された何らかの物を含む」と定義している •no
3 処罰行為
3. 1 商業用コンピュータ・サ＿ビス入手詐欺
「商業用コンピュータ・サービス入手詐欺」では、詐欺の目的で、虚偽の表現、不実陳述
(false statement)、他人のアカウントヘの無権限な課金 (unauthorizedcharging)によって、
設備や装置の設置や干渉 (installingor tampering with any facilities or equipment)によって、
あるいはその他の手段によって、商業用コンピュータ・サービスを獲得 (obtains)、あるいは
獲得を試み、または他人が獲得することを帯助 (aids)、または教唆 (abets)する者を処罰す
る。
3. 2 コンピュータ・システムヘの無権限アクセス
「コンピュータ・システムヘの無権限アクセス」では、無権限で、故意に、何らかの手段に
よって、コンピュータ・システムにアクセスし、または何らかの手段によって、コンピュー
タ・システムヘのアクセスを獲得した後に、そのようなアクセスが無権限であることを知りな
がら、そのようなアクセスを終了させない (failsto terminate) ことが処罰されている。
3. 3 機械番号の除去、改変など
「機械番号の除去、改変など」では、同一性を隠匿する目的、製造者 (manufacturer)、販
売者 (seller)、あるいは購入者 (purchaser)を賜す目的、販売やサービスの分野での競争を
妨害する (hinder) 目的、あるいは犯罪の発覚 (thedetection of a crime)を妨げる目的で、機
械、電子的装置や機械的装置の識別番号 (theidentifying number) を除去し、摩損し (de-
faces)、改変し、改造し (changes)、破壊し、抹消し (obliterates)、あるいは切断する (mu-
tilates)、または、除去され、摩損され、改変され、改造され、破壊され、抹消され、あるい
は切断される原因となる者を処罰する。
3. 4 抹消や変更された識別番号のある電子的装置や機械的装置の所有や販売
「抹消や変更された識別番号のある電子的装置や機械的装置の所有や販売」では、機械、電
子的装置や機械的装置の識別番号が、移動され、摩損され、改変され、改造され、破壊され、
抹消され、あるいは切断されたことを知りながら、あるいは信じるに足りる理由を持って、機
*71以前は有体物のみが定義されていたが、ここでは拡張がなされている。旧規定については、
加藤•前掲刑法雑誌32巻 1 号108頁以下参照。なお、加藤•前掲刑法雑誌では、マサチューセ
ッツ州のトレード・シークレットに関して、第60A「窃取されたトレード・シークレットの売
買」も紹介されている。現在もこの規程は存在している (Mass.Gen. Laws Ann. ch. 266, § 
60A)が、 1967年以降改正されていないため、ここでは紹介していない。
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械、電子的装置や機械的装置を販売やその他の処分をする (disposes)者や、あるいは販売や
その他の処分を試みる者を処罰する。
3. 5 トレード・シークレット窃盗
「トレード・シークレット窃盗」とは、以下の行為をした者のことを言う。それは、トレー
ド・シークレットが、横領 (convert)や秘匿 (secret)であるときに所有していようとなかろ
うと、価値に関わらず、他人のトレードシークレットを窃盗、あるいは詐取する意図を持って
詐欺により獲得する者、あるいは、不法に、かつ窃盗や横領する (embezzle)意図を持って、
他人のトレードシークレットを横領し (converts)、秘匿し、不法に持ち出し、持ち去り、隠
匿し (conceals)、あるいは横領する目的で複写する者のことである。
4 刑罰
4. 1 商業用コンピュータ・サービス入手詐欺
「商業用コンピュータ・サービス入手詐欺」は、 2年半を越えない矯正院 (thehouse of 
correction)への拘禁刑、もしくは3,000ドルを越えない罰金、．あるいはその併科である。
4. 2 コンピュータ・システムヘの無権限アクセス
「コンピュータ・システムヘの無権限アクセス」は、 30日を越えない矯正院への拘禁刑、も
しくは1,000ドルを越えない罰金、あるいはその併科である。
4. 3 機械番号の除去、改変など
「機械番号の除去、改変など」は、 500ドルを越えない罰金、もしくは 1年を越えない拘置
所 GaiOや矯正院への拘禁刑、あるいはその併科である。
4. 4 抹消や変更された識別番号のある電子的装置や機械的装置の所有や販売
「抹消や変更された識別番号のある電子的装置や機械的装置の所有や販売」は、 500ドルを
越えない罰金、もしくは 1年を越えない拘置所や矯正院への拘禁刑、あるいはその併科であ
る。
4. 5 トレード・シークレット窃盗
窃盗の罪であり、 5年を越えない州刑務所 (thestate prison)の拘禁刑、あるいは2,500ドル
を越えない罰金、かつ2年を越えない拘置所への拘禁刑である。
5 その他
第120F条では、「警告としてのパスワード要求」として、「アクセスするためのパスワード
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やその他の認証の要求は、アクセスが、権限使用者である場合に限られるという警告を構成す
る」と規定している。
ミシガン州 (MICHIGANSTATUTES ANNOTATED) 
ミシガン州におけるコンピュータ犯罪規定は、1979年法＊”を1997年に改正したもの*73である。
現行規定*74とは、 1997年の改正を経た1999年現在の条文を指し、旧規定*75とは、それ以前の条
文を指す。
1 条文構成
旧規定では、第752.792条「定義」、第752.793条「定義」、第752.794条「金銭、財産、もしく
はサーピスを詐取、または領得する計画を立案、または実行するためのコンピュータヘのアク
セス」、第752.795条「コンピュータ、コンピュータ・プログラム、あるいはデータを改変、毀
損、もしくは破壊するためのアクセス *16」、第752.796条「他の法規定に違反するコンピュータ
の使用」、第752.797条「違反、軽罪、重罪、罰則」で構成されていた。
現行規定では、第752.791条「前述 (Preceding)*11」、第752.792条「A~Dの定義」、第
752.793条「P~Sの定義」、第752.794条「コンピュータ・プログラム、コンピュータ、コンピ
ュータ・システム、またはコンピュータ・ネットワークヘの禁止されるアクセス *78」、第
752.795条「禁止行為」、第752.796条「犯罪を犯すためのコンピュータ・プログラム、コンピュ
ータ、コンピュータ・システム、あるいはコンピュータ・ネットワークの利用*79」、第752.797
条「罰則 (Penalties) : 過去の有罪判決（前科） (prior convictions) : 推定 (presumption)」
で構成されている。
2 定義規定
072制定年度は、 Mich.Comp. Laws Ann. §752.791 (1998)を参照。
073改正年度は、 Mich.Comp. Laws Ann. §752.791を参照。
．＂現行規定は、 Mich.Comp. Laws Ann. § §752.791 to .797を参照 (IBXIS検索）。
＊可日規定の原文はARKIN,App.-50、邦訳は「共訳（上）」 244頁以下参照。
076以下、「コンピュータ等を改変、毀損、もしくは破壊するためのアクセス」と表記する。
”「前述」では、「ある詐欺的な (fraudulent)目的のために、コンピュータ、コンピュー
タ・ネットワークヘのアクセスを禁止し、意図的なアクセスや無権限アクセス、コンピュー
タ、コンビュータ・システム、コンピュータ・ネットワーク、コンピュータ・ソフトウェ
ア・プログラム、データの改変 (alteration)、毀損 (damage)、破壊 (destruction)を禁止し、
罰則を定めるための法である」と本法の目的を規定している。
078以下、「コンピュータ等への禁止されるアクセス」と表記する。
*79以下、「犯罪を犯すためのコンピュータ等の利用」と表記する。
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旧規定で、本章における用語は、第752.792条で、「(I)アクセス、 (2)コンピュータ、 (3)コンピ
ュータ・ネットワーク、 (4)コンピュータ・プログラム、 (5)コンピュータ・ソフトウェア、 (6)コ
ンピュータ・システム」と定義されていた。また、第752.793条で、「(1)財産、 (2)サービス」に
ついて定義されていた。
現行規定では、第752.792条で、「(1)アクセス、 (2)総額 (Aggregateamount)、(3)コンピュー
タ、 (4)コンピュータ・ネットワーク、 (5)コンピュータ・プログラム、 (6)コンピュータ・システ
ム、 (7)装置 (Device)」と定義されている。第752.793条で、「(1)財産、 (2)サービス」について
定義されている。
旧規定にあった「コンピュータ・ソフトウェア」の定義が、現行規定では削除されているが、
現行規定では「総額」と「装置」が、新規に定義されるようになった。「総額」とは、「犯罪者
によって、喪失 (lost)、盗まれ (stolen)、あるいは回復不能にされた (renderedunre-
covrable)金、財産、あるいはサービスの価値、または、コンピュータ・プログラム、コンピ
ュータ、コンピュータ・システム、あるいはコンピュータ・ネットワークが、アクセスによっ
て、改変 (altered)、取得 (acquired)、毀損 (damaged)、削除 (deleted)、混乱 (disrupted)、
あるいは破壊され (destroyed)ていないということを立証するために、犯罪者によって負担
された現実の支出額・ (anyactual expenditure)を含む、被害者によって負担された直接・間接
の損失を含むが、これに限定されない」という定義である。「装置」とは、「電子化学 (elec-
tronic)、磁気化学 (magnetic)、またはその他の信号の操作 (manipulation)によって、入力
(input)、出力 (output)、または記憶機能 (storagefunctions)を実行する電子的 (electronic)、
磁気的 (magnetic)、電気化学的 (electrochemical)、生物化学的 (biochemical)、水力学的
(hydraulic)、光学的 (optical)、あるいは有機的なもの (organicobject)が含まれるが、これ
らに限定されない」という定義である。また、各定義の内容も、大幅に変更されている。特に、
「コンピュータ」、「財産」、「サービス」の3項目は、ほぼすべて変更されている。ここでは、
この3つの定義の変更について述べることとする。
「コンピュータ」は、現行規定では、「コンピュータ・データ、あるいはコンピュータ・プ
ログラムの中に、または、それらによる論理、演算 (arithmetic)、もしくは記憶機能を含んで
いる特定の (specific)操作を実行するために、コンピュータ・プログラムやほかの命令を使
用し、または人間 (aperson)、コンピュータ・プログラム、コンピュータ、コンピュータ・
システム、あるいはコンピュータ・ネットワークに対して操作の結果を記憶 (store)、検索
(retrieve)、変更 (alter)、あるいは通信 (communicate)することができる、接続され (con-
nected)、直接に相互運用でき (interoperable)、または双方向性のある装置 (interactive)、機
器 (equipment)、設備 (facility)のことをいう」と定義されている。
「財産」は、現行規定では、「知的財産、コンピュータ・データ、機械、または人間のいず
れかにとって、可読的状態にある、命令またはプログラム、金融証書や金融情報 (:financialin-
formation)、医療情報 (medicalinformation)、機密の個人情報 (restrictedpersonal informa— 
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tion)、もしくはその他すべての何らかの価値を有する有体物または無体物 (tangibleor intan-
gible item)が含まれるが、これらに限定されない」と定義されている。
「サービス」は、現行規定では、「コンピュータ・タイム、データ処理、記憶機能、コンピ
ュータ・メモリー、またはコンピュータ・プログラム、コンピュータ、コンピュータ・システ
ム、あるいはコンピュータ・ネットワークの無権限使用、あるいはコンピュータ、コンピュー
タ・システム、またはコンピュータ・ネットワークに接続され、もしくは関連する通信設備を
含むが、これらに限定されない」と定義されている。
「アクセス」については、対象・行為とも基本型と異なる。対象は、基本型の「何らかの資
源」がなく、「資源 (resources) 」と「コンピュータ・プログラム •so」が含まれる。行為は、
基本型の「それ以外の利用」がなく、「利用 (makeuse of)」、「抽出 (interceptdata from)•si」
が含まれる。
3 処罰行為
旧規定では、第752.794条「金銭、財産、もしくはサービスを詐取、または領得する計画を
立案、または実行するためのコンピュータヘのアクセス」、第752.795条「コンピュータ等を改
変、毀損、もしくは破壊するためのアクセス」、第752.796条「他の法規定に違反するコンピュ
ータの使用」で構成されていた。
現行規定では、第752.794条「コンピュータ等への禁止されるアクセス」、第752.795条「禁止
行為」、第752.796条「犯罪を犯すためのコンピュータ等の利用」で構成されている。
この中で、旧規定の第752.795条「コンピュータ等を改変、毀損、もしくは破壊するための
アクセス」が削除され、新たに、第752.795条「禁止行為」が新設されている。
その他は、表題が変更されており、単語がいくつか追加されているが、内容は少しの変更に
とどまっている。
3. 1 コンピュータ等への禁止されるアクセス
旧規定では、「金銭、財産、もしくはサービスを詐取または領得する計画を立案、または実
行するためのコンピュータヘのアクセス」となっていた。それは、「何人も、故意に財産を詐
取せんとする計画、または策略を持って、または実行する目的で、または虚偽、もしくは欺岡
的な表示、財産、もしくは約束の手段により、故意に金銭、財産、またはサービスを領得しよ
うとの目的で、コンピュータ、コンピュータ・システム、またはコンピュータ・ネットワーク
に対するアクセスを行い、またはアクセスさせてはならない」と規定されていた。
拿80 「コンピュータ・プログラム (computerprogram)」という文言は、現行規定で追加され
た。
寧81 「抽出 (interceptdata from)」という文言は、現行規定で追加された。「接近 (approach)」
という文言が、現行規定で削除されている。
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現行規定では、「コンピュータ等への禁止されるアクセス」と表題が変更され、文体と文言
に変更があるが、内容に大きな変更はない。
3. 2 禁止行為
この規定は、現行規定に新規に追加されたものである。ここでは、何人も、故意に、かつ無
権限で、あるいは正当な権限を喩越して、次の2点の行為をしてはならないと規定している。
それは、 (a)項で「コンピュータ等•82の財産や、その他のサービスの使用を取得 (acquire) 、改
変 (alter)、毀損 (damage)、削除 (delete)、あるいは破壊 (destroy)するために、コンピュ
ータ等ヘアクセスし、またはアクセスされるようにする」行為、 (b)項で「コンピュータ等の財
産や、その他のサービスの使用を取得、改変、毀損、削除、あるいは破壊する目的を持って、
コンピュータ等の中に、一連の命令 (aset of instructions)やコンピュータ・プログラムの知
らない、かつ不必要な挿入 (insert)または添付 (attach)をし、挿入または添付する機会を
故意に作る (create)」行為のことである。
ここで特徴的なのは、「1963年州憲法第1編第5条、あるいはアメリカ合衆国憲法修正1条
の下で、保護されている行為は禁止していない」という点である。
3. 3 犯罪を犯すためのコンピュータ等の利用
旧規定では、「他の法規定に違反するコンピュータの使用」となっていた。
現行規定では、「犯罪を犯すためのコンピュータ等の利用」と表題が変更され、文言がいく
つか追加されている。ここでは、「何人も、犯罪を犯すために、コンピュータ・プログラム、
コンピュータ、コンピュータ・システム、あるいはコンピュータ・ネットワークを利用しては
ならない」と規定されている。
4 刑罰
旧規定では、本法律に違反する行為を行った場合に、その含まれる額が100ドル以下の時は、
そのものは軽罪とされる。また、その含まれる額が100ドルを越えるときは、そのものは重罪
とされ、 10年を越えない拘禁刑、 5,000ドルを越えない罰金、またはその併科であった。
現行規定では、本法律に違反する行為を行った者は、 (1)項で次の4つの場合に罰せられる。
(a)号では、違反行為が総額200ドル未満を伴う場合には、軽罪として有罪であり、 93日を越え
ない拘禁刑、もしくは500ドルまたは総額の3倍以下を越えない額のうち多い方の金額の罰金、
あるいはその併科である。 (b冴・では、違反行為が総額200ドル以上1,000ドル未満を伴う場合や、
その者が本法に違反し、本法の違反あるいは違反の試みによって、過去に有罪判決を受けてい
•82 「コンピュータ等」とは、「コンピュータ・プログラム、コンピュータ、コンピュータ・シ
ステム、あるいはコンピュータ・ネットワーク」のことである。以下、ミシガン州では「コ
ンピュータ等」と表記する。
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る場合には、軽罪として有罪であり、 1年を越えない拘禁刑、もしくは200ドルまたは総額の
3倍を越えない額のうち多い方の金額の罰金、あるいはその併科である。 (c)%では、違反行為
が総額1,000ドル以上20,000ドル未満を伴う場合や、その者が本法に遮反し、本法違反として、
過去に2度の有罪判決を受けている場合には、重罪として有罪であり、 5年を越えない拘禁刑、
もしくは10,000ドルまたは総額の3倍以下の額のうち多い方の金額の罰金、あるいはその併科
である。 (d涛では、違反行為が総額20,000ドル以上を伴う場合や、その者が本法に違反し、本
法違反として、過去に3度の有罪判決を受けている場合には、重罪として有罪であり、 10年を
越えない拘禁刑、もしくは総額の3倍を越えない金額の罰金、あるいはその併科である。
5 その他
その他の規定で特徴なのは、第752.797条(2)項の「前科」と(3)項の「推定」について規定さ
れていることである。
「前科」の規定では、「検察官 (theprosecuting attorney)が、被告が過去の有罪判決（前
科）を根拠に加重した判決を要求しようとする場合は、検察官は前科の一覧表示を訴状
(complaint and information)に含めなければならない。被告の前科の存在は、陪審なしで、判
決の際に、裁判所によって確定されなければならない。前科の存在は、以下の中の 1つ以上を
含め、目的に関連した証拠によって、確定される」となっている。
「推定」の規定では、 1つ以上の次にあげる 3点の状況がアクセスの時点で存在しない場合、
その者は、所有者 (owner)、システム・オペレータ、あるいはその他の者から権限を受けて
いないということを（反証を許す）推定をする。その状況とは、 (a)号で「書面 (Written)、あ
るいは口頭による許可 (Oralpermission)を、所有者、システム・オペレータ、あるいはアク
セスするコンピュータ等の許可を与える所有者や、システム・オペレータから権限を受けてい
る他の者により与えれられた」状況、 (b)号で「アクセスされたコンピュータ等が、アクセスが
達成される前に、通常の人間が、身元確認された (identified)コンピュータ等を使用するこ
とができない (thepublic domain)状態であると信じられるような電子掲示、メッセージ、あ
るいは他のメッセージを表示する、前もってプログラムされたアクセス手段を持っている」状
況、 (c用で「コンピュータ等のために、前もってプログラムされたアクセス手段を回避、だま
し、その他の方法で迂回するという、一連の命令、コード、あるいはコンピュータ・プログラ
ムを使用することなく、アクセスは達成される」状況である。
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ミネソタ州 (MINNESOTASTATUTES) 
ミネソタ州におけるコンピュータ犯罪規定は、1982年法•83 を 1994年に改正した•84 ものである。
現行規定•ss とは、 1994年の改正を経た1998年現在の条文を指し、旧規定•86とは、それ以前の条
文を指す。第270B.18条は、 1989年法＊かであり、比較検討資料がない•88ため、その内容を紹介
する。
1 条文構成
旧規定では、第609.87条「コンピュータ犯罪；定義」、第609.88条「コンピュータ毀損
(Computer damage)」、第609.89条「コンピュータ窃盗 (Computertheft)」で構成されていた。
現行規定では、第609.87条「コンピュータ犯罪；定義」、第609.88条「コンピュータ毀損」、
第609.89条「コンピュータ窃盗」、第609.891条「無権限コンピュータアクセス (Unauthorized
computer access)」、第609.892条「定義」、第609.893条「遠距離通信と情報サービス詐欺の犯
罪の定義 (Telecommunicationsand information services fraud ; crime defined)」、 609.8911条
「違反行為の報告 (Reportingviolations)」、 270B.18条「刑罰」で構成され、大幅に変更されて
いる。
2 定義規定
旧規定で、本章における用語は、第609.87条で、「(2)アクセス、 (3)コンピュータ、 (4)コンピ
ュータ・システム、 (5)コンピュータ・ネットワーク、 (6)財産、 (7)サー ビス、 (8)コンピュータ・
プログラム、 (9)コンピュータ・ソフトウェア、⑩損失 (Loss)」について定義されていた。
現行規定では、この他に「(2a)権限」、「(1りコンピュータ・セキュリティ・システム」、「(12)
破壊的コンピュータ・プログラム (Destructivecomputer program)」が追加されている。「破
壊的コンピュータ・プログラム」とは、「破壊的機能を果たす、あるいは破壊的結果を作成す
るコンピュータ・プログラムをいう。もし、プログラムが、影響を与えられたコンピュータ、
それに連結している周辺装置やコンピュータ・プログラムの性能を低下させる、あるいは、コ
ンピュータ、それに連結している周辺装置やコンピュータ・プログラムを無能にする、あるい
•83 制定年度は、 Minn.Stat§609.87を参照。
•84 改正年度は、 Minn.Stat. §609.87を参照。
•ss 現行規定は、 Minn.Stat§ §609.87to.893 (1998), §609.8911 (1998), §270B.18 (1998) 
を参照 (LEXI~食索）。
•86 旧規定の原文はARKIN,App.-50.2、邦訳は「共訳（下）」 209頁以下参照。
•s1 制定年度は、 Minn.Stat. §270B.18を参照。
*88ARKJNの巻末資料には掲載されていない。
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は、コンピュータ・プログラムやデータを破壊する、または改変するなら、プログラムは破壊
的機能を果たしている。もし、プログラムが、コンピュータの記憶空間を利用できなくするデ
ータを含む無権限データを作成する、あるいは、データやコンピュータ・プログラムの無権限
改変という結果になる、あるいは、自己増殖コンピュータ・プログラムを含む破壊的コンピュ
ータプログラムを作成するなら、プログラムは、破壊的結果を作成する」ということである。
プログラムが、「破壊的機能を果たす」、「破壊的結果を作成する」、「自己増殖」とあり、コン
ピュータ・ウィルスを意識した定義であると思われる。
また、現行規定では、第609.892条「定義」が新設され、「(2)アクセス・デバイス、 (3)クレジ
ット・カード・ナンバー (Creditcard number)、(4)遠距離通信装置 (Telecommunicationsde-
vice)、(5)遠距離通信プロバイダー (Telecommunicationsprovider)、(6)遠距離通信サービス
(Telecommunications service)、(7)電話会社 (Telephonecompany)」が定義されている。特徴
なのは、「遠距離通信装置」、「遠距離通信プロバイダー」、「遠距離通信サービス」、「電話会社」
が定義されている点であり、このような定義は他の州には見られない。
「アクセス」については、対象・行為とも基本型と異なる。対象は、基本型の「何らかの資
源」がない。行為は、基本型の「それ以外の利用」がない。
3 処罰行為
3. 1 コンピュータ毀損
旧規定の「コンピュータ毀損」では、 (1)項で次の2点の行為を行った者の処罰を目的として
いる。それは、 (a)号で「意図的にかつ権限なく、コンピュータ等•89に対して、毀損または破壊
を行う」行為、 (b)号で「意図的に、権限なく、かつ侵害または詐取の意図をもって、コンピュ
ータ等に対して、改変を行う」行為をした者である。
現行規定では、次の3点の行為を行った者の処罰を目的としている。その行為とは、 (a)号と
(b冴は同様である。 (c涛•は「無権限に、かつ毀損、または破壊の意図をもって、コンピュータ
等に対して、破壊的コンピュータプログラムを配布 (distribute)する」行為のことであり、
ウィルス処罰の(c)号が新設された。
3. 2 コンピュータ窃盗
旧規定の「コンピュータ窃盗」では、 (1)項で次の2点の行為を行った者の処罰を目的として
いる。それは、 (a)号で「意図的に、かつ権限または正当な権利なく、サービスまたは財産を領
*89 「コンピュータ等」とは、「コンピュータ、コンピュータ・システム、コンピュータ・ネッ
トワークまたは第609-87条第(6)項で明確に定義されている財産のいずれか」のことである。以
下、「3.1コンピュータ毀損」では「コンピュータ等」と表記する。
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得する目的を持って、コンピュータ等*90に対して、アクセスしまたはアクセスさせる」行為、
(b)号で「意図的に、かつ正当な権利なく、かつ所有者からその占有を奪取する意図をもって、
コンピュータもしくはコンピュータ・システムに対して、または、コンピュータ等*91に対して、
それを持ち出し (takes)、移転し、隠匿し、または保持する」行為をした者である。
現行規定では、次の2点の行為を行った者の処罰を目的としている。その行為とは、 (a)号は
同様である。 (b冴では「その使用」が追加され、「意図的に、かつ正当な権利なく、かつ所有
者からその使用（利用）、占有を奪取する意図をもって、コンピュータもしくはコンピュー
タ・システムに対して、または、コンピュータ等に対して、それを持ち出し、移転し、隠匿し、
または保持した者」である。
3. 3 無権限コンピュータアクセス
「無権限コンピュータアクセス」では、「故意に、かつ無権限に、コンピュータ・セキュリ
ティ・システムに侵入 (penetrate)とする、あるいは侵入しようとする者」を処罰する。こ
の規定は、現行規定で新設された条文であり、無権限アクセスそれ自体が処罰される。
3. 4 遠距離通信と情報サービス詐欺
「遠距離通信と情報サービス詐欺」では、「意図的に法的な負担 (charge)を逃れようとし
て、詐欺的な手段で、人自身の使用のために遠距離通信サービスを得る者」を処罰する。この
規定は、現行規定で新設された条文である。
3. 5 遠距離通信詐欺の助長
「遠距離通信詐欺の助長 (Facilitationof telecommunications fraud)」では、次の2点の行為
を行った者の処罰を目的としている。その行為とは、 (1涛•で「他者に利用可能にする、あるい
は他者によって(1)項違反を促進するために、遠距離通信装置や情報を利用可能にすることを提
供、または広告する」行為、 (2)号で「(1)号に違反するため、あるいは遠距離通信サービスのプ
ロバイダーや法的権限から、原因（発端）の存在や場所、あるいは遠距離通信サービスの目的
を隠す設計、改造された遠距離通信装置を作り、組立（集め）、あるいは占有する」行為のこ
とである。この規定は、現行規定で新設された条文である。
*90 「コンピュータ等」とは、「コンピュータ、コンピュータ・システム、コンピュータ・ネッ
トワークまたはこれらの一部のいずれか」のことである。
*91 「コンピュータ等」とは、「コンピュータ、コンピュータ・システム、もしくはコンピュー
タ・ネットワークに含まれているコンピュータ・ソフトウェアもしくはデータのいずれか」
のことである。以下「3.2コンピュータ窃盗」では「コンピュータ等」と表記する。
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4 刑罰
4. 1 コンピュータ毀損
「コンピュータ毀損」の刑罰は、旧規定と現行規定との間での内容の変更は見られない。そ
の毀損、破壊または改変が、所有者、所有者の代理人または賃借人にとって、次の3つの場合
の刑罰が規定されている。 3つの場合とは、 (a)号で「2,500ドルを越える損失を引き起こした
場合には、 10年を越えない拘禁刑、もしくは50,000ドルを越えない罰金、またはその併科であ
る」、 (b)号で「500ドルを越えるが2,500ドルを越えない損失を引き起こした場合には、 5年を
越えない拘禁刑、もしくは10,000ドルを越えない罰金、またはその併科である」、 (c)号で「そ
の他の場合は、 90日を越えない拘禁刑、もしくは700ドルを越えない罰金、またはその併科で
ある」、という場合である。
4. 2 コンピュータ窃盗
「コンピュータ窃盗」の刑罰は、旧規定と現行規定との間での内容の変更は見られない。そ
の損失が、所有者、所有者の代理人または賃借人にとって、次の2つの場合の刑罰が規定され
ている。 2つの場合とは、 (a)号で「2,500ドルを越える場合には、 10年を越えない拘禁刑、も
しくは50,000ドルを越えない罰金、またはその併科である」、 (b)号で「500ドルを越えるが2,500
ドルを越えない場合には、 5年を越えない拘禁刑、もしくは10,000ドルを越えない罰金、また
はその併科である」、という場合である。
4. 3 無権限コンピュータアクセス
無権限コンビュータアクセスの刑罰は、次の場合に分けられる。
重罪である場合は、次の2つの場合である。 (a)号「人の死を引き起こす重大な危険を引き起
こすという方法で第(1)項に違反する」場合、 (b)号「第(1)項の第2級、あるいは第3級の重軽罪
違反と判決された場合であり、重罪を負い、かつ10年を越えない拘禁刑、もしくは20,000ドル
を越えない罰金、あるいはその併科である」という場合である。
重軽罪 (Grossmisdemeanor)である場合は、次の3つの場合である。 (a)号「公共の健康や
安全に危険を引き起こすという方法で(1)項に違反する」場合、 (b)号「第609.52条(2)項(8)号の下
で、保護され、あるいは第13.02条第(8a)項で定義されている公共のデータ（公的データ）で
はないデータのセキュリティを損なうという方法で(1)項に違反している」場合、 (c)号「5年以
内で、第(1)項の第2級、あるいはその次（第3級）の軽罪違反と判決された」場合であり、重
軽罪を負い、かつ 1年を越えない拘禁刑、もしくは3,000ドルを越えない罰金、あるいはその
併科である。
軽罪である場合は、 (1)項に違反する場合であり、軽罪を負い、かつ90日を越えない拘禁刑、
もしくは700ドルを越えない罰金、あるいはその併科である。
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4. 4 遠距離通信と情報サービス詐欺
「遠距離通信と情報サービス詐欺」は、次の3つの場合の刑罰がある。 (1)サービスの価値が、
2,500ドルを超過するなら、 10年以下の拘禁刑、 20,000ドル以下の罰金刑、あるいはその併科と
なる、 (2)サービスの価値が、 500ドルよりも多く、 2,500ドル以下であるなら、 5年以下の拘禁
刑、 10,000ドル以下の罰金の支払い、あるいはその併科となる、 (3)すべての異なった場合では、
90日以下の拘禁刑、 700ドル以下の罰金の支払い、あるいはその併科となる、場合である。
4. 5 遠距離通信詐欺の助長
「遠距離通信詐欺の助長」は、重罪であり、 5年以下の拘禁刑、 10,000ドル以下の罰金、あ
るいはその併科である。
5 その他
遠距離通信と情報サービス詐欺の(b)項で、・同じクレジット・カード・ナンバーであろうと、
いくつかのクレジット・カード・ナンバーでなかろうと、ある計略や行為の過程の下で、 (a)項
違反と関連した総計が犯罪の分類を裁定することになる、と規定している。
また、第609.8911条では、「違反行為の報告」として、違反者が、容疑のある違反行為を報
告しなければならないと規定している。報告をした者は、刑事・民事の責任を免れることがで
きる。
6 第270B.18条「刑罰」について
1項で「故意の無権限開示 (Unauthorizedwillful disclosure)」、 2項で「無権限コンピュー
タ・データ・アクセス (Unauthorizedcomputer data access)」、 3項で「公務員違反 (Public
employee violations)」が規定されている。
1項「故意の無権限開示」では、「本章による故意に無権限で開示した者は、重軽罪である」
と規定している。
2項「無権限コンピュータ・データ・アクセス」では、「故意に、無権限で、税務庁データを
含む、財産、コンピュータ・プログラム、プログラムに侵入 (penetrate) し、あるいは侵入
使用とする者は、重軽罪である」と規定している。
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ミシシッピ州 (MISSISSIPPICODE ANNOTATED) 
ミシシッピ州におけるコンピュータ犯罪規定は、 1985年法•92である。旧規定•93 と現行規定•94
の違いは見られないことから、改正されていないと言える。
1 条文構成
第97-45-1条「定義」、第97-45-3条「コンピュータ詐欺 (Computerfraud) ; 刑罰」、第97-45-5
条「コンピュータの利用者に対する犯罪 (Offenseagainst computer users) ; 刑罰」、第97-45-
7条「コンピュータの設備に対する犯罪 (Offenseagainst computer equipment) ; 刑罰」、第
97-45-9条「知的財産に対する犯罪 (Offenseagainst intellectual property)」、第97-45-11条「裁
判管轄 (Venue)」、第97-45-13条「他の犯罪への効果 (Effecton other offenses)」で構成されて
いる。
2 定義規定
本章における用語は、第9745-1条で、「(a)アクセス、 (b)コンピュータ、 (c)コンピュータ・ネ
ットワーク、 (d)コンピュータ・プログラム、 (e)コンピュータ・ソフトウェア、 (f)コンピュー
タ・システム、 (g)コンピュータ・サービス、 (h)金融証書、 (i)知的財産、 (i)財産、 (k)正当な手段、
(1)使用 (Use)」について定義されている。
「アクセス」については、対象・行為とも基本型と異なる。対象は、基本型と「プログラム」、
「データ」が含まれる。行為は、基本型の「命令」がなく、「プログラムを作成」、「プログラム
を実行」が含まれる。
3 処罰行為
第97-45-3条では「コンピュータ詐欺」、第97-45-5条「コンピュータの利用者に対する犯罪」、
第97-45-7条「コンビュータの設備に対する犯罪」、第97-45-9条「知的財産に対する犯罪」が、
それぞれ(1)項で規定されている。
3. 1 コンピュータ詐欺
「コンピュータ詐欺」では、詐取、あるいは虚偽もしくは欺岡的な行為、態度、表示によっ
て、またはプログラムもしくはデータの改変、削除、挿入を通じての、金銭、財産またはサー
ビスの獲得する目的で、コンピュータ、コンピュータ・システム、コンピュータ・ネットワー
*92制定年度は、 Miss.Code Ann. §97-45-1を参照。
＊町日規定の原文はARKIN,App.-53、邦訳は「共訳（下）」 211頁以下参照。
*94現行規定は、 Miss.Code Ann. § §97-45-1 to -13 (1998)を参照 (IBXIS検索）。
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クまたはその一部のいずれかに対して、アクセスし、またはアクセスなさしめる行為を行った
者を処罰する。
3. 2 コンビュータの利用者に対する犯罪
「コンピュータの利用者に対する犯罪」では、次の2点の行為を行った者の処罰を目的とし
ている。その行為とは、 (a涛•で「権限を有する利用者に対して、その同意なく、コンピュータ、
コンピュータ・システム、コンピュータ・ネットワークまたはコンピュータ・サービスの、最
大限かつ効果的な使用またはそれへのアクセスを拒絶する」行為、 (b)号で「同意なく、コンピ
ュータ、コンピュータ・システム、コンピュータ・ネットワークまたはコンピュータ・サービ
スの、ナンバー、コード、パスワードまたはその他のアクセス手段を使用し、またはこれを他
者に開示する」行為である。
3. 3 コンピュータの設備に対する犯罪
「コンピュータの設備に対する犯罪」では、コンピュータ設備またはその用品に対する犯罪
(offense against computer equipment or suplies)とは、同意なく、コンピュータ、コンヒュー
タ・システムまたはコンピュータ・ネットワークにおいて使用されている、またはその使用が
予定されているコンピュータ設備または用品に対して、意図的な変更または破壊を行う行為を
行った者を処罰する。
3. 4 知的財産に対する犯罪
「知的財産に対する犯罪」では、コンピュータ・データ、プログラム、ソフトウェアを知的
財産と定義（第「97-45-1条 (i)号）した上で、次の2点の行為を行った者を処罰する。その
行為とは、 (a)号「同意なく、知的財産を破壊し、書き込み (insertion)し、または変更する」
行為、 (b)号「同意なく、・知的財産を漏示し、使用し、複写し、持ち出し (take)、またはアク
セスする」行為のことである。それ故、無権限での使用やアクセス自体が処罰される。
なお、本章に定義されている正当な手段を用いた、漏示、使用、複写、持ち出し、またはア
クセスに対しては適用されないとしている。
4 刑罰
4. 1 コンピュータ詐欺
10,000ドルを越えない罰金、もしくは5年を越えない拘禁刑、またはその併科である。
4. 2 コンピュータの利用者に対する犯罪
1,000ドルを越えない罰金、もしくは6ヶ月を越えない拘禁刑、またはその併科である。た
だし、その損害または損失が、 100ドルもしくはそれを越える価値に相当する場合には、有罪
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判決を受けた行為者は、 10,000ドルを越えない罰金、もしくは5年を越えない拘禁刑、または
その併科である。
4. 3 コンピュータの設備に対する犯罪
1,000ドルを越えない罰金、もしくは6ヶ月を越えない拘禁刑、またはその併科である。た
だし、その損害または損失が、 100ドルもしくはそれを越える価値に相当する場合には、有罪
判決を受けた行為者は、 10,000ドルを越えない罰金、もしくは5年を越えない拘禁刑、または
その併科である。
4. 4 知的財産に対する犯罪
1,000ドルを越えない罰金、もしくは6ヶ月を越えない拘禁刑、またはその併科である。た
だし、その損害または損失が、 100ドルもしくはそれを越える価値に相当する場合には、有罪
判決を受けた行為者は、 10,000ドルを越えない罰金、もしくは5年を越えない拘禁刑、または
その併科である。
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第三分担 ミズーリー州からノースダコタ州まで（杉山縁）
ミズーリ州 {REVISEDSTATUES OF THE STATE OF MISSORI) 
ミズーリ州におけるコンピュータ犯罪規定は、 1982年に制定されたもの● 1であり、現行規定
”は1987年に改正されたもので、以後変更はみられないことから、改正されていないといえ
る。
1 条文構成
ミズーリ州法のコンピュータ犯罪規定は、第569.093条「定義」、第569.094条「コンピュータ・
プリントアウトの証拠としての許容性」、第569.097条「コンピュータ設備に対する干渉
(Tampering)、刑罰」、第569.099条「コンピュータ利用者に対する干渉、刑罰」という構成に
なっている。第569.095条は、「知的財産に対する干渉、刑罰」から、「コンピュータ・データ
に対する千渉、刑罰」と表題が変更された•30
2 定義規定
第569.093条において「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ設備、 (4)コンピュー
タ・ネットワーク、 (5)コンピュータ・プログラム、 (6)コンピュータ・ソフトウェア、 (7)コンピ
ュータ・システム、 (8)毀損、 (9)デー タ、 (lo)財産、 (1)サービス」が規定されている。
「(1)アクセス」については、対象は基本型と同じ、行為は基本型に「抽出 (extract)」が加えら
れたものである。
3 処罰行為
第569.095条、第569.097条、第569.099条において、各々コンピュータ・データ、コンピュー
タ設備、コンピュータの利用者に対する干渉が処罰行為として規定されている。
第569.095条「コンピュータ・データに対する干渉、刑罰」では特に、第(4)号においてパス
ワード、識別コード (identifyingcode)、個人識別ナンバー (personalidentification number) 
ゃ、コンピュータ・システムやネットワークヘのアクセスに関する秘密情報の開示や持ち出し
(takes)、第(5)号において個人情報の検索、第(6)号において本条項に違反して獲得されたデー
夕受け取り、保持 (retains)、使用 (uses)、開示 (discloses)、等を処罰行為として規定され
ている。なお、これら規定は全て、「認識しつつ権限なく、または権限があると信じるに足る
•I 制定された年度は、 Mon.Rev. Stat. §569.093. を参照。 §569.093 to 569.097,569.099 RS.Mo. 
(1997) (I.EXI嘩索）。
•2 改正された年度は、 Mon.Rev. Stat§569.093. を参照。
•a Mo. Rev. Stat§569.093., 569.094., 569.095., 569.097., 569.099. 
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相当な理由なく」行為を行った者が対象である。
4 刑罰
第569.095条、第569.097条、第569.99条において、処罰が規定されており、「…（略）干渉は、
A級軽罪とする。ただし150ドルまたはそれを越える価値を有する何らかの財産を詐取または
領得する計画または策略を考案し、または実行するための犯罪がなされた場合には、（略）…
干渉はD級重罪とする」とされている。なお、第569.097条においては、「(2)…（略）損害が、
150ドルまたはそれを越えて、かつ1,000ドルに満たないときは、 D級重罪とする。 (3)…（略）
損害が、 1,000ドルまたはそれを越えるときは、 C級重罪とする」と規定されている。
モンタナ州 (MONTANACODE ANNOTATED) 
モンタナ州におけるコンピュータ犯罪規定は、 1981年に制定されたものであり＂、現行規定
は1993年に改正されたものである”。
1 条文構成
モンタナ州法のコンピュータ犯罪規定は、旧規定では第45-f逹11条「コンピュータの不正使
用 (Unlawfuluse of a computer)」のみであったが、現行規定では第45-f沼10条「定義ーコンピュ
ータ使用」が新設されている。また、モンタナ州法では、第45-2-101条「一般定義 (General
definitions)」において用語の定義がされている。
2 定義規定
第45-2-101条では、コンピュータ犯罪法に関連する用語定義としては、「(8)コンピュータ、 (9)
コンピュータ・ネットワーク、 (lo)コンピュータ・プログラム、 (1)コンピュータ・サービス、 (12)
コンピュータ・ソフトウェア、 (13)コンピュータ・システム、⑬取得 (obtain)、(59)財産(k)、t/4)
(a)価値(ii)」などが定義されている“。
「⑬取得」では、「(a)財産に関して、犯罪者もしくは他のものに対して、利益また占有の移
転を引き起こすこと、そして、 (b)労務またはサービスに関しては、労務またはサービスの履行
を保証することを意味する」と規定されている。
なお、ミズーリ州法旧規定の原文はARKIN,App.-57、邦訳は「共訳（下）」 215頁以下参照。
•4 制定された年度は、 Mont.Code Anno. §45-6-310を参照。 MontCodeAnno., §45-5-310 to 45-
5-311,45-2-101 (1997) (LEXI渾索）。
”改定された年度は、 Mont.Code Anno. §45-6-310を参照。
•5 Mont Code Anno. §45-6-310, 45-6-311, 45-2-10。なお、モンタナ州法旧規定の原文はARKIN,
App.-60、邦訳は「共訳（下）」 219頁以下参照。
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「(59)財産」第(k冴•において、財産には「電子的に処理、作成されたデータ」や「人間または
機械が解読できる形態のコンピュータ・プログラム」なども含まれている。
「閻a)fjfi値」第(ii)号において、コンピュータ等に関する電子的インパルスや電子的に処理
されたデータ、情報、コンピュータ・ソフトウェアもしくはプログラム、または何らかの有体、
もしくは無体物の (anyother tangible or intangible item)価値は、所有権者がその損失によっ
て被った経済的な損失額と見なされることが規定されている。
新設された第45-6-310条では、第45-6-311条において用いられる「使用を取得する (obtain
the use of)」という用語について「命令、通信、データの保存、データの検索、入力、出力、
もしくはその他のコンピュータ、コンピュータ・システム、コンピュータ・ネットワークの何
らかの資源を利用すること (otherwisemake use of any resources of)、または他者に命令、通
信、データの保存、データの検索、入力、出力、もしくはコンピュータ、コンピュータ・シス
テム、コンピュータ・ネットワークの何らかの資源を利用させることを意味する」と規定され
ている。
3 処罰行為
第4!x逹11条(1)項において、コンピュータの不正使用の罪 (theoffense of unlawful use of a 
computer)について(aXbXc)で規定されている。すなわち、「所有者の同意なく」コンピュータ
等の使用を取得 (obtain)することや、コンピュータ・プログラムやコンピュータ・ソフトウ
ェアを改変、破壊することである。さらに金銭、財産、コンピュータ・サービスを領得する目
的で、コンピュータ等の使用を取得、改変、破壊することである。ここでは無権限使用そのも
のを処罰している。
4 刑罰
第45-6-311条(2)項において、財産を含むコンピュータ不正使用に対する罰則が規定されてい
る。旧規定では、客体であるコンピュータ財産の価値が300ドルであったが、現行規定では500
ドルヘ引き上げられており、「その価値が500ドルを越えないときは500ドルを越えない罰金刑、
もしくは6ヵ月を越えない郡拘置所 (countyjail)での拘禁刑」となっている。さらに、「使用、
改変、破壊、もしくは奪取された財産の価値の1.5倍を越えない罰金刑もしくは10年を越えな
い州刑務所での拘禁刑またはその両者を科するものとする」と規定されている。
ネブラスカ州 (REVISEDSTATUTES OF NEBRASKA ANNOTATED) 
”制定された年度は、 Neb.Rev. Stat. §28-1343. を参照。 R.S.S.Neb.§28-1341 to 28-1348 
(1998) (LEXI嘩索）。
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ネプラスカ州におけるコンピュータ犯罪規定は1985年に制定されたものであり＂、現行規定
は1991年に改正されたものである”。
1 条文構成
ネプラスカ州法のコンピュータ犯罪規定は、第28-1341条「法の引用 (Act,how cited)」、第
28-1342条「議会の意思、宣言 (Legislativefindings and declarations)」、第28-1343条「用語、
定義」、第28-1344条「違法行為、財産またはサービスの奪取 (depriving)、刑罰」、第28-1345
条「違法行為、機能を侵害または混乱させる行為、刑罰」、第28-1346条「違法行為、秘密の公
的情報の取得 (obtaining)、刑罰」、第28-1347条「違法行為、無権限アクセス、権限躁越、刑
罰」、第28-1348条「法解釈 (Act,how construed)」という構成である”。第28-1341条、第28-
1342条、第28-1348条は新設、第28-1343条、第28-1344条、第28-1345条、第28-1346条、第28-
1347条には、文言、項目の追加が見られる。
2 定義規定
旧法では、第28-1343条において、「(1)アクセス、 (2)コンピュータ、 (3)コンピュータ・ネット
ワー ク、 (4)コンピュータ・プログラム、 (5)デー タ、 (6)財産、 (7)サービス」が規定されていた。
現行規定では、 (1X2)に若干の文言の追加、 (3X4X6X7)に文言の変更、 7項目が新たに加わり、「(1)
アクセス、 (2)コンピュータ、 (3)コンピュータ・ネットワーク、 (4)コンピュータ・プログラム、
(5)コンピュータ・セキュリティ、 (6)コンピュータ・ソフトウェア、 (7)コンピュータ・システム、
(8)デー タ、 (9)破壊的なコンピュータ・プログラム (Destructivecomputer program)、(10)破壊的
な機能 (Destructivefunction)、(1)破壊的な結果 (Destructiveproduct)、(12)損害額、 (13)財産、
(14)サービス」が定義されている。
現行規定の第28-1343条は以下の通りである。「(2)コンピュータ」は「…論理的、算術的、デ
ータの保存 (storage)かつ検索、通信または管理的機能を果たす…」とされていたのが、「…
論理的、算術的、データの保存かつ検索、通信、記憶または限定されないが、電子的もしくは
磁気的インパルスを含んだ信号の操作によって管理的機能を果たす…」と文言の追加がなされ
ている。
「(3)コンピュータ・ネットワーク」、「(4)コンピュータ・プログラム」では「(3)遠隔端末を通
じてのコンピュータと通信システムとの相互連結、または2台以上の相互連結されたコンピュ
ータもしくはコンピュータシステムと通信システムとの相互連結をいう」、「(4)コンピュータか
ら適切な成果をあげようと計画した態様にしたがって、そのコンピュータ・システムを作動さ
”改正された年度は、 Neb.Rev. Stat. §28-1341. を参照。
* 9 Neb. Rev. Stat. §28-1341., 28-1342., 28-1343., 28-1344., 28-1345., 28-1346., 28-1347., 23-1348. 
なお、ネプラスカ州法旧規定の原文はARKIN,App.-60.1、邦訳は「共訳（下）」 222頁以下参照。
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せる、コンピュータが受け入れることのできる形態にした一連の命令文をいう」と変更されて
いる。
新規定としてさらに追加されたのは、次の(5)から(7)、(9)から(12)の各項目である。これらは処
罰行為の改正規定と対応している。特にウィルス処罰を目的とされたと考えられるのは(9Xl0Xl)
の各項目である。すなわち、「(9)破壊的なコンピュータ・プログラムとは、破壊的な機能を実
行する、もしくは破壊的な結果を生じるコンピュータ・プログラムをいう」、「(10)破壊的な機能
とは、 (a)コンピュータ、その周辺機器、もしくはコンピュー・プログラムの性能を下げる、 (b)
コンピュータ、その周辺機器、もしくはコンピュータ・プログラムを無能にする、もしくは(c)
コンピュータ・プログラムもしくはコンピュータを改変する、機能をいう」、「(1)破壊的な結果
とは、 (a)コンビュータのメモリースペースを利用できなくするデータを含む認可されないデー
タを生じる、 (b)データもしくはコンピュータ・プログラムの無権限の改変の結果を生じる、も
しくは(c)自己複製するプログラム (self-replicatingprogram)を含むが、これに限定されない
破壊的なコンピュータ・プログラムを生じることをいう」というものである。
「(8)データ」は旧規定からの変更はない。 (13X14)ではそれぞれ文言の削除がなされ、「(13)財産
とは、電子的に処理された、もしくは電子的に作成されたデータ、人かコンピュータが解読で
きる形態のコンピュータ・ソフトウェアにおける情報を含むが、これに限定されない」、「(14)サ
ーピスとは、コンピュータ・タイム、データ処理および保存機能を含むが、これに限定されな
い」とされている。
「(1)アクセス」では、「コンピュータ、またはコンピュータ・ネットワークの資源に対して
…」とされていたのが、「コンピュータ、コンピュータ・システムまたはコンピュータ・ネッ
トワークの資源に対して…」と文言の追加がなされている。したがって対象、行為ともに基本
型と同規定である •100 
3 処罰行為
処罰行為について、大幅な変更がなされた。
3. 1 違法行為、機能を侵害 (harming)または混乱 (disrupting) させる行為、刑罰
第28-1345条は(1X2)号に行為客体として「コ‘ノヒュータ・システム、コンピュータ・ソフトウ
ェア」が追加された。 (3冴は新たに加えられた規定である。これは前述の定義規定の追加新設
に対応したものである。すなわち「(3)何らかのコンピュータ、 コンピュータ・システム、コ
ンピュータ・ネットワークまたはコンピュータ・ソフトウェアに、毀損もしくは破壊の意図を
もって破壊的なコンピュータ・プログラムを投与する」と規定されている。
*10ただし「何らかの資源 (anyresources)」ではなく「資源 (resources)」である。
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3. 2 その他
第28-1344条「違法行為、財産またはサービスの奪取 (depriving)、刑罰」、第28-1346条「違
法行為、秘密の公的情報の取得 (obtaining)、刑罰」については、行為客体に「コンピュー
タ・システム、コンピュータ・ソフトウェア」が追加され、第28-1347条「違法行為、無権限
アクセス、権限諭越、刑罰」は無権限アクセスの行為客体として「コンピュータ・システム、
コンピュータ・ソフトウェア」の追加、権限諭越によるアクセスの行為客体として「コンピュ
ータ・システム、コンピュータ・ソフトウェア」の追加と「コンピュータ・プログラムまたは
データ」の追加がなされている。ここでは無権限アクセス自体が処罰される。
4 刑罰
第28-1344条では第4級重罪であり、例外的に1,000ドルまたはそれ以上の価値を有する財産
やサービスの奪取、取得は第3級の重罪とされている。第28-1345条では第4級重罪であり、
例外的に1,000ドルまたはそれ以上の価値に値する損失を惹起するものは第3級重罪である。
次に第28-1346条では第2級軽罪、また何らかの二次的またはそれ以上の犯罪は第1級の軽罪
であるとされている。第28-1347条では第5級軽罪、また何らかの二次的またはそれ以上の犯
罪は第2級軽罪であると規定されている。
ネバダ州 (NEVADAREVISED STATUTES ANNOTATED) 
ネバダ州におけるコンピュータ犯罪規定は、 1983年に制定されたもの•11であり、現行規定•12
は1995年に改正されたものである。
1 条文構成
ネバダ州法のコンピュータ犯罪規定は、第205.473条「定義」、第205.4732条「アクセスの定義」、
第205.4735条「コンピュータの定義」、第205.474条「データの定義」、第205.4745条「ネットワ
ークの定義」、第205.475条「プログラムの定義」、第205.4755条「財産の定義」、第205.476条
「システムの定義」、第205.4765条は「コンピュータ、システムまたはネットワークの不正使用」
から「不正行為、一般 (Generally)」に表題が変更、第205.477条は「コンピュータ、システム
またはネットワークの不正使用または使用拒絶 (denial)」から「アクセスや使用の不法な妨
害、拒絶 (Unlawfulinterference with or denial of access or use; unlawful use)」に表題が変更、
第205.481条「データの作出、改変、抹消による偽造」、
•11 制定された年度は、 Nev. Rev. Stat. §205.473. を参照。 Nev.Rev.Stat.Ann.§205.473to 
205.477,205.481,205.485,205.491 (1997) , §205.4732 (1999) (IBXI嘩索）。
•12 改正された年は、 Nev.Rev. Stat. §205.4765. を参照。
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第205.485条「従業員の権限の推定」、第205.491条「規定の施行」という構成である *130
第205.4765条は文言の追加、項目の追加、罰則の変更、第205.477条は文言の追加、罰則の変
更、第205.4732条、第205.481条、第205.485条、第205.491条は新たに規定されたものである。
なお、第205.480条、第205.490条はTransferredされた。
2 定義規定
第205.4732条「アクセスの定義」は新たに規定された定義で、対象においては基本形にコン
ピュータシステムを含まず*14、データを加え、行為においては基本型に「傍受 (intercept)」
を加えた内容となっている。
3 処罰行為
以下の処罰行為はすべて「認識しながら、故意に (wilingly)かつ権限なく」というのが要
件である。
3. 1 不正行為、一般 (Generally)
第205.4765条は処罰行為が、現行規定では一項目追加されている。また各項目には文言の追加
がある。
旧規定では「1.…コンピュータ、システムまたはネットワークの内部または外部にあるデー
タ、プログラムもしくは何らかの運用支援文書を(a)変更し、 (b}itfflL., (c)開示し (Discloses)、
(d液用し (Uses)、(e持ち出し (Talces)、(f)複写し、 (g)入力する (Enters)者は…」であった
のが、項目が追加され、現行規定では「…データ、プログラムもしくは何らかの運用支援文書
を(a)変更し (Modifies)、(b職損し (Damages)、(c激壊し (Destroys)、(d)開示し (Discloses)、
(e液用し (Uses)、(f)移転し (Transfers)、(g)隠匿し (Conceals)、(h瀦ち出し (1;咄es)、(i)占
有し (Retainspossession of)、(i灌写し (Copies)、(k)アクセスを取得 (obtain)すること、も
しくはアクセスを取得することを企てること、アクセスを許可すること、もしくはアクセスさ
せることの原因となること、 (1)入力する (Enters)者は…」となっている。
「2.…コンピュータ、システムもしくはネットワークにおいて使用され、もしくは、使用され
ることを意図されている設備や用品を(a)変更し、 (b)itfflL,, (c滑！用し、 (d湘も出し、 (e)毀損す
る者は…」であったのが、項目が追加され、現行規定では「(a)変更し、 (b)破壊し、 (c)使用し、
(d湘ち出し、 (e)毀損し、 (f)移転し (Transfers)、(g)隠匿し (Conceals)、(h壌写し、 (i)占有し、
(i)アクセスを取得すること、もしくはアクセスを取得することを企てること、アクセスを許可
•13 Nev. Rev. Stat. §205.473., 205.4732., 205.4735., 205.474., 205.4745., 205.475., 
205.4755.,205.476., 205.4765., 205.477., 205.481., 205.485., 205.491. 
なお、ネバダ州法旧規定の原文はARKIN,App.-63、邦訳は「共訳（下）」 219頁以下参照。
•14 ただし「コンピュータネットワーク」ではなく、「ネットワーク」である。
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すること、もしくはアクセスさせることの原因となること、をする者は…」となっている。
「3.…コンピュータ、システムもしくはネットワークを(a)破壊し、 (b)毀損し、 (c湘も出す者は
…」であったのが、項目が追加され、現行規定では「…コンピュータ、システムもしくはネッ
トワークを(a)破壊し、 (b)毀損し、 (c)持ち出し、 (d)改変し (Alters)、(e)移転し、 (f)開示し、 (g)
隠匿し、 (h壌写し、 (i液用し、 (i)占有し、 (k)アクセスを取得すること、もしくはアクセスを取
得することを企てること、アクセスを許可すること、もしくはアクセスさせることの原因とな
ること、をする者は…」となっている。ここでは、無権限アクセス自体の処罰が追加された。
4. は新設されたものである。すなわち、「4.…コンピュータ、ネットワーク、もしくはデータに
アクセスするのに使用されるデバイスを(a)取得しかつ開示し、 (b)公表し (Publishes)、(c)移転
し、 (d液用した者は…」であり、アクセス手段の取得・開示等も処罰される。
3. 2 アクセスや使用の不法な妨害、拒絶
第205.477条においては、 1.では使用拒絶に、不法な干渉、アクセス拒絶が追加されている。
2. に変更はなく、個人情報の取得や信用情報の虚偽入力が処罰されている。
3. 3 データの作出、改変、抹消による偽造
第205.481条は新設で、「何らかのコンピュータ、システムもしくはネットワークに含まれた
データを創出、改変、もしくは抹消するものは、書かれたもしくは印刷された文書になされれ
ば…」ネバダ州法典に従って文書偽造を構成する場合、処罰されている。
4 刑罰
第205.4765条においては、 1.2.3.4.の違反については軽罪であり、さらに5.として、 1.2.3.4.の
違反が(a)財産詐取、領得目的、 (b)500ドルを越える損害、 (c)公共サービスの妨害 (intenuption)
または減損 (impairment) した者に対して、旧規定では一年以上六年以下の州刑務所内での拘
禁刑と100,000ドル以下の罰金刑が規定されていたが、現行規定では「カテゴリーCの重罪で
あり、 100,000以下の罰金で処罰される。さらに何らかの他の刑罰に加え、法廷は不法利得の
返還をするよう命令するものである」と規定されている。
第205.477条においては、 1.2.の違反については軽罪であり、 3.として財産詐取、領得目的の場
合、第205.4765条と同様の規定がされている。
第205.481条の違反はカテゴリーDの重罪である。
5 その他
その他新設されたものとして、第205.485条「従業員の権限の推定」として、雇用者によって
保有、運用されているコンピュータ、データなどにアクセス、使用する従業員の権限が保持す
ること推定される、と規定されている。また、第205.491条「規定の施行」として 1に違反行
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為がなされた、またはなされようとした場合、行為もしくは実行の事件発生もしくは存続を予
防する管轄裁判地の法廷において訴訟手続をとる、 2差止命令、が規定されている。
ニューハンプシャー州 (NEWHAMPSHIRE REVISED STATES ANNOTED) 
ニューハンプシャー州におけるコンピュータ犯罪規定は、 1985年に制定、 1985年に施行され
たもの*15であり、旧規定と現行規定の違いは見られないことから、改正されていないといえ
る。
1 条文構成
ニューハンプシャー州法のコンピュータ犯罪規定は、第638:16条「コンピュータ犯罪、定義」、
第638:17条「コンピュータ関連犯罪」、第638:18条「コンピュータ犯罪の刑罰」、第638:19条
「裁判地」という構成である●160 
2 定義規定
第638:16条「コンピュータ犯罪、定義」において「I.アクセス、 I.コンピュータ、 m.コン
ピュータ・ネットワーク、 IV.コンピュータ・プログラム、 V.コンピュータ・サービス、 VI.コ
ンピュータ・ソフトウェア、 vn.コンピュータ・システム、 Vfil.デー タ、 IX.人、 X.財産」が規定
されている。
「I.アクセス」については、基本型に、対象において「何らかの資源」を、また行為にお
いて「それ以外の利用」を含めない内容になっている。
3 処罰行為
第638:17条「コンピュータ関連犯罪」において、「I.無権限アクセス、 I.コンピュータ・サ
ービスの窃盗 (theft)、m.コンピュータ・サービスの妨害 (interruption)、N.コンピュータ・
システム情報の濫用 (misuse)、V.コンピュータ設備の破壊 (destruction)」が規定されてい
る。 mコンピュータ・サービスの妨害は、コンピュータ・サービスの混乱、低下をさせて、コン
ピュータ・サービスの拒絶を招く行為である。 Wコンビュータ・システム情報の濫用では、デー
タの改変、削除、妨害、毀損、破壊、取得のほか、表示、使用、開示、複写、またデータの傍
受 (intercept)、付加 (add)さらにデータの収受 (receive)、保持 (retain) も処罰される。
● 15制定、施行された年度は、 N.H.Rev. Stat. Ann. §638:16. を参照。 R.S.A638:16to 638:19 
(1998) (LEXI嘩索）。
*16 N.H. Rev. Stat Ann. §638:16., 638:17., 638:18., 638:19. 
なお、ニューハンプシャー州法旧規定の原文はARKIN,App.-65、邦訳は「共訳（下）） 224頁以
下参照。
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これらは故意を要件とされており、 I、m、W、Vでは「軽率 ((recklessly)」の場合も処罰
される。ここでは無権限アクセスそのものが処罰されているが、その抗弁も規定されている。
4 刑罰
第638:18条「コンピュータ犯罪の刑罰」において、財産またはコンピュータ・サービスの損
害額で犯罪の等級を規定している。 1,000ドルを越えるときはA級重罪、 I.(a)5QOドルを越える
場合、 (b)第三者への身体的障害の創出にかかわる場合はB級重罪、 m.500ドルを越えない場合
は軽罪、 IV.金銭、財産もしくはサービスまたはその他の報酬を得た場合、拘禁罪に加えて、
犯罪の被告人の得た利益の2倍を越えない価値の支払、 V.財産またはコンピュータ・サービス
の価値の規定がされている。
ニュージャージー州 (NEWJERSEY STATUTES) 
ニュージャージー州におけるコンピュータ犯罪規定は、 1984年に制定されたもの*17で、以降
改正されていないものと思われる。
1 条文構成
ニュージャージー州法のコンピュータ犯罪規定は、第2C:20-23条「定義」、第2C:20-24条
「財産またはサービスの価値」、第2C:20-25条「コンピュータに関連する窃盗 (theft)」、第2
C:20-26条「75,000ドル以上の財産またはサービス、犯罪の等級」、第2C:20-27条「500ドル以上
75,000ドル以下の財産またはサービス犯罪の等級」、第2C:20-28条「200ドル以上500ドル以下
の財産またはサービス、犯罪の等級」、第2C:20-29条「200ドル以下の財産またはサービス、秩
序違反の犯罪」、第2C:20-30条「コンピュータ・システムの毀損または不法アクセス、評価不能
の損害、犯罪の等級」、第2C:20-31条「不法アクセスからのデータの開示 (disclosure)、評価
不能の損害、犯罪の等級」、第2C:20-32条「コンピュータヘの不法アクセス、毀損や破壊のな
い場合、秩序違反の犯罪」、第2C:20-33条「1,000ドル以下の価値のプログラムやソフトウェア
の複写または変更」、第2C:20-34条「犯罪の場所」という構成である *180
2 定義規定
第2C:20-23条「定義」において、「a.アクセス、 b.コンピュータ、 c.コンピュータ装置
(C ゜omputer eqmpment)、d.コンヒュータ・ネットワーク、 e.コンピュータ・プログラム、 f.コ
＊＂夏井・前掲ホームページ「ニュージャージー州」参照。
*18 NJ. Rev. Stat§2C:20-23, 2C:20-24, 2C:20-25, 2C:20-26, 2C:20-27, 2C:20-28, 2C:20-29, 2C:20-30, 
2C:20-31, 2C:20-32, 2C:20-33, 2C:20-34 NJ.Stat. §2C:20-23 to 2C:20-34 (1998) (LEXIS検索）。
なお、ニュージャージー州法旧規定の原文はARKIN,App.69、邦訳は「共訳（下）」227頁以下参照。
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ンピュータ・ソフトウェア、 g.コンピュータ・システム、 h.デー タ、 i.データ・ベース、 j.金融
証書、 k.サービス」について規定されている。
「aアクセス」は基本型と同規定である。
3 処罰行為
第2C:20-25条「コンピュータに関連する窃盗 (theft)」においては、故意に (purposely)、
無権限でaコンピュータ等の内部または外部に存在するデータやプログラム等を変更 (alters)、
毀損 (damages)、取得 (takes)、破壊 (destroys)する場合、 b.コンピュータ等を変更、毀損、
取得、破壊する場合、 c.サービス、財産等の詐取目的でコンピュータ等にアクセスし、または
取得した場合、 d.金融証書に変更、干渉、取得、傍受、毀損、破壊する場合、窃盗罪とする、
と規定されている。
4 刑罰
第2C:20-26条「75,000ドル以上の財産またはサービス、犯罪の等級」において、 a.犯罪の結果
が75,000ドル以上の価値の財産またはサービスの損害となる湯合、公共サービスの妨害 (in-
terruption)、減損 (impairment)の場合、第2級の犯罪、 b.75,000ドル以上の価値のデータ等
を故意にアクセスし、または軽率に (recklessly)変更、毀損、破壊、取得する場合は第3級
の犯罪であると規定されている。
同様に、第2C:20-27条「500ドル以上75,000ドル以下の財産またはサービス犯罪の等級」にお
いて、 a.犯罪の結果が500ドル以上75,000ドル以下の価値の財産またはサービスの場合、第3級
の犯罪、 b.500ドル以上75,000ドル以下の価値のデータ等の場合、第4級の犯罪であると規定
されている。
第2C:20-28条「200ドル以上500ドル以下の財産またはサービス、犯罪の等級」において、 a.
犯罪の結果が200ドル以上500ドル以下の価値の財産またはサービスの場合、第4級の犯罪、
b.200ドル以上500ドル以下のデータ等の場合、秩序違反の犯罪 (disorderlypersons offense) 
を犯した者であると規定されている。
第2C:20-29条「200ドル以下の財産またはサービス、秩序違反の犯罪」において、 a.犯罪の結
果が200ドル以下の価値の財産またはサービスの場合、秩序違反の犯罪、 b.200ドル以下のデー
タ等の場合、秩序違反の罪、と規定されている。
第2C:20-30条「コンピュータ・システムの毀損または不法アクセス、評価不能の損害、犯罪の
等級」、第2C:20-31条「不法アクセスからのデータの開示 (disclosure)、評価不能の損害、犯
罪の等級」においては、金銭的な価値や損失が評価できない場合、第3級の犯罪であると規定
されている。
第2C:20-32条「コンピュータヘの不法アクセス、毀損や破壊のない場合、秩序違反の犯罪」
においては、変更、毀損、破壊とならない場合、秩序違反の犯罪と規定されている。
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第2C:20-33条「1,000ドル以下の価値のプログラムやソフトウェアの複写または変更」にお
いて、 1,000ドル以下の小売価格で、再販売用に複製されないプログラム等の複写または変更
は不処罰であることが規定されている。
5 その他
第2C:20-34条「犯罪の場所」において、アクセスされたコンピュータの場所、犯罪において
利用された端末の場所、実際の損害が発生した場所が犯罪の場所であると規定されている。
ニューメキシコ州 (NEWMEXICO STATUTES ANNOTATED) 
ニューメキシコ州におけるコンピュータ犯罪規定は、 1989年に制定されたもの•19であり、以
降改正を経ている。
1 条文構成
ニューメキシコ州法のコンピュータ犯罪規定は、第30-16条から第30-45条に変更せれている。
第30-45-1条「略称」、第30-45-2条「定義」、第30-45-3条「詐欺、横領を意図したコンピュータ・
アクセス」、第30-45-4条「コンピュータ濫用」、第30-45-5条「無権限コンピュータ利用」、第30—
45-6条「訴追」、第30-45-7条「財産の没収」という構成である *200 
旧規定第30-1-24条「トレード・シークレットの不正使用、刑罰、損害」は削除されている。
現行規定第30-45-1条「略称」は旧規定第16-A-l条「略称」である。第30-45-2条「定義」は旧規
定第16-A-2条「定義」で、項目の新設、変更がある。第30-45-3条「詐欺、横領を意図したコン
ピュータ・アクセス」は旧規定第30-16A-3条「コンピュータ詐欺 (ComputerFraud)」の旧B項
で変更が加えられ、旧A項は削除されている。第30-45-4条「コンビュータ濫用」は新たに規定
されたものである。第30-45-5条「無権限コンピュータ利用」は旧規定第30-16A-4条であり、変
更が加えられている。第30-45-6条「訴追」、第30-45-7条「財産の没収」は新たに規定されたも
のである。
2 定義規定
旧規定では「Aアクセス、 B.コンピュータ、 C.コンピュータ・ネットワーク、 D.コンピュー
タ・プログラム、 E.コンピュータ・ソフトウェア、 F.コンピュータ・システム」が定義されて
いた。現行規定では項目が追加され、「Aアクセス、 B.コンピュータ、 C.コンピュータ・ネッ
*19制定された年度は、 N.M.Stat. Ann. §3045-1を参照。 N.M.Stat.Ann.§30-45-1 to 30-45-7 
(1998) (LEXI嘩索）。
*20 N.M. Stat Ann. §3045-1., 3045-2., 3045-3., 30454., 3045-5., 304邸.,3045-7. 
なお、ニューメキシコ州法旧規定の原文はARKIN,App.73、邦訳は「共訳（下）」231頁以下参照。
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トワー ク、 D.コンピュータ・プログラム、 E.コンピュータ財産、 F.コンピュータ・サービス、
G. コンピュータ・ソフトウェア、 H.コンピュータ・システム、 I.デー タ、 J.データ・ベース、
K金融証書」が定義されている。
現行規定「D.コンピュータ・プログラム、 G.コンピュータ・ソフトウェア、 H.コンピュータ・シ
ステム」は旧規定からの変更はみられない。旧規定からの変更のなかで、特に注目すべき定義
を以下でみていくことにする。
「B.コンピュータ」では、コンピュータの基本的機能に加え、特に、文書作成のみを目的と
されて設計、使用される自動タイプライタ、自動タイプセッタ、単なるデイスプレイ機器、コ
ンピュータに類似する部品を含む携帯電話等は含まないことが規定されている。
「D.コンピュータ・ネットワーク」では、遠隔端末という文言が削除されている。
「E.コンピュータ財産」は「有体、無体を問わず、かつデータ転送中かどうかを問わない」
とされ、金融証書やデータ、コンピュータ・ソフトウェア、その複製物等を含むと規定されて
いる。
「F.コンピュータ・サービス」は「コンピュータ・タイム、コンピュータ・システムの使用、
コンピュータ・ネットワーク、コンビュータの使用のために準備されたコンピュータ・プログラ
ムもしくはデータ、コンピュータ・ネットワークに含まれるデータ、およびデータ処理、およ
びコンピュータ、コンピュータ・システム、コンピュータ・ネットワーク、もしくはコンピュー
タ・ソフトウェアを利用することによって、すべてまたは一部において実行されたその他の機
能を含む」と規定されている。
「I.データ」は「コンピュータ・システムもしくはコンピュータネットワーク内で使用する
ために、準備もしくは意図された情報、知識、事実、概念または命令の表現をいう」と規定さ
れている。
「J.データベース」は「コンピュータ、コンピュータ・システム、コンピュータ・ネットワー
クもしくはコンピュータ・ソフトウェアによって分類 (classified)、処理 (processed)、転送
(transmitted)、受信 (received)、検索 (retrieved)、創出 (originated)、転換 (switched)、保
存 (stored)、証明 (manifested)、計測 (measured)、検出 (detected)、記録 (recorded)、再
生 (reproduced)、統御 (handled) もしくは利用される (utilized)データその他の情報をい
う」と規定されている。
「K金融証書」は小切手、為替手形等、もしくはそれに関する何らかのコンピュータ化され
た表示をいう、と規定されている。
「Aアクセス」では旧規定に「プログラム、プログラム実行、傍受、命令、通信、データ保
存、データ検索、データベースのデータ」等の文言が追加されている。すなわち、基本型に、
対象においては「データ・ベース」を加えた「データ」もしくは「プログラム」を含み、行為
においては「プログラム」、「プログラムの実行」、「傍受 (intercept)」を含む内容となってい
る。
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3 処罰行為
処罰行為について、大幅な変更がなされた。
3. 1 詐欺、横領を意図したコンピュータ・アクセス
第30-45-3条は旧規定のA項が削除され、現行規定では、旧規定B項に「認識しながら (know-
ingly)、故意に (willfully)」という文言が追加され、行為客体として旧規定では「サービス」
であったものが、現行規定では「その他何らかの価値を… (anythingof value)」とされている。
3. 2 コンピュータ濫用
第30-45-4条は新たに規定されたものである。「認識しながら故意に、無権限でまたは権限を不
正に取得して」、と規定し、 A項は、コンピュータを直接、または間接に改変、変更、毀損
(damages)、混乱 (disrupts)、または破壊 (destroys) した者、 B項は、他人の財産、金融利
益または権利を侵害する意図で、コンピュータ等に対し、それが不正なデータであると知りな
がらデータを投与するような行為をした者、が処罰行為を犯した者として規定されている。
3. 3 無権限コンピュータ利用
第30-45-5条は、旧規定の「意図的に (intentionally)、悪意で (maliciously)」という文言が
現行規定では「認識して、故意に」という文言に変更され、コンピュータ等、またはそれらに
記憶されている情報に無権限にアクセスし、改変、毀損、破壊した者、と規定されていたが、
現行規定では、コンピュータ等に「アクセス、利用、持ち出し (takes)、転送 (transfers)、
隠匿 (conceals)、取得 (obtains)、複製し、もしくはその占有を保持した (retainspossession)」
者が処罰行為を犯した者として規定されている。下記の通り、被害額が100ドル以下の場合も
微罪 (pettymisdemeanor)で処罰されているので、無権限アクセスそれ自体も処罰される。
4 刑罰
第30-45-3条、第30-45-4条、第30-45-5条において、行為客体の価格、損害額によって犯罪の等
級が規定されている。
第30-45-3条では、旧規定では金銭、財産、またはサービスの損害額が、 (1)100ドル以下は軽
罪、 (2)100ドルを越え2,500以下の場合は第4級重罪、 (3)2,500を越える場合は第3級重罪である
と規定されていたが、現行規定では金銭、財産その他のものがAlOOドル以下もしくはそれ以
下の価値を有する場合は微罪 (pettymisdemeanor)、B.100ドルを超え250ドル以下の価値を有
する場合は軽罪、 C.250ドルを超え2,500ドル以下の価値を有する場合は第4級の重罪、 D.2,500
ドルを超え20,000ドル以下の価値を有する場合は第3級重罪、 E.20,000ドルを超える価値を有
する場合は第2級重罪、として有罪であると規定されている。
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第30-45-4条では、 A項はコンピュータ財産もしくはコンピュータ・サービスに対する損害額
が(1)100ドルもしくはそれ以下の場合は微罪、 (2)100ドルを超え250ドル以下の場合は軽罪(3)250
ドルを超え2,500ドル以下場合は第4級の重罪、 (4)2,500ドルを超え20,000ドル以下の場合は第
3級重罪、 (5)20,000ドルを超える場合は第2級重罪、として処罰されると規定されている。ま
たB項は第4級重罪である。
第30-45-5条では、コンピュータ、コンピュータ・システム、コンピュータ・ネットワーク、
それらの一部またはその情報が、 AlOOドル以下の場合は軽罪、 B.100ドルを越え2,500以下の
場合は第4級重罪、 C.2,500を越える場合は第3級重罪であると規定されていたが、現行規定
では、コンピュータ財産もしくはコンピュータ・サービスに対する損害額が、 AlOOドルもしく
はそれ以下の場合は微罪、 B.100ドルを超え250ドル以下の場合は軽罪、 C.250ドルを超え2,500
ドル以下場合は第4級の重罪、 D.2,500ドルを超え20,000ドル以下の場合は第3級重罪、
E.20,000ドルを超える場合は第2級重罪、として処罰されると規定されている。
5 その他
第30-45-6条「訴追」ではB項において、コンピュータ犯罪法の規定違反で有罪判決を受けた
者は、損害額の回復を命じられることが規定されている。
第30-45-7条「財産の没収」では、 A項において財産の没収の対象、 B項において没収の対象
とならないもの、 C項において没収および売却の対象の所有、 D項において令状なしにおける
押収、 E項において押収がなされた場合の民事訴訟規則に基づく訴訟手続き、 F項において没
収された財産の売却手続、 G項において没収された財産の保留、 H項において没収された財産
の処理、について規定されている。
ニューヨーク州 (N印VYORK CONSOLIDATED LAW SERVICES) 
ニューヨーク州法におけるコンピュータ犯罪規定は、 1986年に制定されたもの•21であり、現
行規定拿22は1993年に改正されたものと考えられる。
1 条文構成
ニューヨーク州法のコンピュータ犯罪規定は、第156.00条「コンピュータ関連犯罪、用語の
定義」、第156.05条「コンピュータの無権限利用」、第156.10条「コンピュータ侵入 (Computer
trespass)」、旧規定第156.20条「第2級コンピュータ干渉 (Computertampering in the second 
* 21 制定された年度は、 N.YPENAL LAW§156.00. を参照。 NYCLS Penal§ 
156.00,156.05,156.10,156.20, 15625,156.30,156.35,156.50,165.07 (1998) (LEXI暉索）。
•22 改正された年度は、 N.YPENAL LAW§156.20. を参照。
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degree)」は、現行規定においては第156.20条「第4級コンピュータ干渉」に改正、旧規定第
156.25条「第1級コンピュータ干渉」は現行規定においては第156.25条「第3級コンピュータ
干渉」に改正、第156.30条「コンピュータ関連資料の不正複製 (Unlaw幻lduplication of com-
puter related material)」、第156.35条「コンピュータ関連資料の犯罪的所持 (Criminalposses-
sion of computer related material)」、第156.50条「コンピュータ関連犯罪；抗弁 (defenses)」、
第165.07条「秘密科学資料の不正使用 (Unlawfuluse of secret scientific material)」という構成
である＊ぉ。第156.20条、第156.25条における犯罪の等級の改正以外は大きな変更はみられない。
2 定義規定
第156.00条において規定されている定義は「1.コンピュータ、 2.コンピュータ・プログラム、
3. コンピュータ デ ター、 4.コンピュータ・サービス、 5.コノヒュータ資料 (Computermateri— 
al)、6.権限なくコンピュータまたはコンピュータ・サービスを利用する、 7.重罪」である。こ
こでは、「コンピュータ・プログラム」、「コンピュータ・データ」、「コンピュータ資料」の定
義規定において、これらが財産であるということが明記されている。また、「コンピュータ資
料」とは、 (a濯人の病歴、 (b)個人を確認できる名前、記号等、 (c)正当な所有者のほかは
利用できないコンピュータ・データ、コンピュータ・プログラム、と規定されている。
3 処罰規定
3. 1 コンピュータの無権限利用
第156.05条においては、無権限利用を防止する機能を装備、もしくはプログラム化している
場合のみ、故意による無権限利用の罪が成立すると規定されている。
3. 2 コンピュータ侵入 (Computertrespass) 
第156.10条においては、故意による無権限アクセスを行い、 1.重罪を犯す意図、企て、もし
くは実行した場合、 2.コンピュータ資料にアクセスした場合、を処罰している。
3. 3 第4級コンピュータ干渉
第156.20条においては、無権限でデータ、プログラムの改変、破壊 (destroys)を処罰して
いる。
3. 4 第3級コンピュータ干渉
*23 N.Y PENAL LAW§156.00, 156.05, 156.10, 156.20, 156.25, 156.30, 156.35, 156.50, 165.07 
なお、ニューヨーク州法旧規定の原文はARKIN,App.-76、邦訳は「共訳（下）」 234頁以下参照。
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第156.25条においては、第四級のコンピュータ干渉の罪を犯し、さらに意図的にコンピュー
夕資料の改変した場合を処罰している。また旧規定では「総計1,000ドルを超える」データ、
プログラムの意図的な改変 (alters)、破壊 (destroys)、という規定であったが、現行規定で
は「総計1,000ドルを超えるのと同等の被害を引き起こし」データ、プログラムの意図的な改
変、破壊した場合を、加重処罰している。
3. 5 コンピュータ関連資料の不法複製
第156.30条においては、データやプログラムの複写、再生、複製 (duplication)により、所
有者から2,500ドルを超える経済的価値を奪取または横領した場合、重罪を犯す意図による複
写、再生、複製した場合を処罰している。
3. 6 コンピュータ関連資料の犯罪的占有
第156.35条においては、第156.30条においてなされたデータやプログラムの複写物、再生物、
複製物を無権限で故意に所持した場合を処罰している。
3. 7 秘密科学資料の不法使用
第165.07条は当該秘密科学資料*24の有形的な再生または再現を行った場合を処罰している。
4 刑罰
第156.05条「コンピュータの無権限利用」はA級軽罪、第156.10条「コンピュータ侵入」は
E級重罪、第156.20条「第四級コンピュータ干渉」はA級軽罪、第156.25条「第三級コンピュ
ータ干渉」はE級重罪、第156.30条「コンピュータ関連資料の不法複製」はE級重罪、第
156.35条「コンピュータ関連資料の犯罪的占有」はE級重罪、と規定されている。
5 その他
第156.50条において、第156.05条と第156.10条についてコンピュータを利用する権限を有す
ると信じるに足る合理的理由、第156.20条と第156.25条についてコンピュータ等を改変または
破壊する権限を有していたと信じるに足る合理的理由、第156.30条と第156.35条についてデー
タ等を複写、再生、複製する権利を有していたと信じるに足る合理的理由がある場合、抗弁と
なることが規定されている。
ノースカロライナ州 (GENERALSTATUTES OF NORTH CAROLINA) 
*24秘密科学資料については、加藤・前掲刑法雑誌32巻1号103頁注(9)参照。
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ノースカロライナ州におけるコンピュータ犯罪規定は、 1979年に制定されたもの事25であり、
現行規定＊おは1994年に改正されたものである。
1 条文構成
ノースカロライナ州法のコンピュータ犯罪規定は、第14-453条「定義」、第14-454条「コンピ
ュータヘのアクセス」、旧規定の第14-455条「コンピュータおよぴ関連資料の毀損」は「コン
ピュータ、コンピュータ・システム、コンピュータ・ネットワーク資源の毀損」に表題が変更、
第14-456条「権限を与えられている利用者に対するコンピュータ・サービスの拒否 (Denialof 
computer setvices to an authorized user)」、第14-457条「強要 (Extortion)」という構成である
*27。第14-453条、第14-454条、第14-455条、第14-456条は文言の変更と項目の追加がなされ、第
14-457条は変更はない。
2 定義規定
第14-453条において規定されていいる定義は、旧規定では「(1)アクセス、 (2)コンピュータ、
(3)コンピュータ・ネットワーク、 (4)コンピュータ・プログラム、 (5)コンピュータ・ソフトウェ
ァ、 (6)コンピュータ・システム、 (7)金融証書、 (8)財産、 (9)サービス」であったが、現行規定で
は項目が追加され、「(1)アクセス、 (la)権限、 (2)コンピュータ、 (3)コンピュータ・ネットワー
ク、 (4)コンピュータ・プログラム、 (5)コンピュータ・ソフトウェア、 (6)コンピュータ・システ
ム、 (6a)デー タ、 (7)金融証書、 (8)財産、 (8a)リソー ス、 (9)サービス」が規定されている。定義
内容は、「(4)コンピュータ・プログラム」以外はすべて変更されている。
「(la)権限」は新たに規定された定義で、「同意もしくは許可を超えない範囲で、コンピュ
ータ、コンピュータ・システムもしくはコンピュータ・ネットワークヘのアクセス同意、もしく
は許可を認めることについて、所有者、所有者からライセンスを受けた者、所有者によって許
可もしくは権限を与えられた者の同意か許可を有することをいう」というものである。
「(2)コンピュータ」では「電話交換」が追加され「…データ処理もしくは電話交換を実行す
る…」となっている。
「(3)コンピュータ・ネットワーク」では「電話交換設備」が追加され、「…2台以上の相互
連結されたコンピュータ、電話交換設備の集合体…」となっている。
「(5)コンピュータ・ソフトウェア」では「コンピュータ」、「コンピュータ・ネットワーク」
が追加され、「…コンピュータ、コンピュータ・システム、コンビュータ・ネットワークの操
作に関する…」となっている。
•25 制定された年度は、 N.C.Gen. Stat.§14-453を参照。 N.C.Gen.Stat§14-453to 14-457 (1997) 
(LI双IS検索）。
•26 改正された年度は、 N.C.Gen. Stat§14-453を参照。
•ZT N.C. Gen. Stat§14-453., 14-454., 14-45., 14-456., 14-457. 
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「(6)コンピュータ・システム」では「最低限一つのコンピュータ (atleast one computer to-
gether with)」という文言が追加され、「連結されていないコンピュータ設備」が「連結されて
いない周辺機器 (unconnectedperipheral devices)」に変更されている。すなわち、「一組の関
連し、連結もしくは連結されていない周辺機器ならびに最低限一つのコンピュータを意味する」
となっている。
「(6a)データ」は新たに規定された定義であり、「コンピュータ、コンピュータ・システム
あるいはコンピュータ・ネットワークにおいて使用を意圏された形式、もしくは他の方法で用
意された情報、事実、知識、概念または命令の表現をいう。データはこれに限定されないが、
コンピュータ・プリントアウト、磁気記憶媒体、パンチカードを含む何らかの形態を与えられ
たもの、もしくはコンビュータのメモリの内部に記憶されたものである」となっている。
「(7)金融証書」、「(8)財産」、「(9)サービス」では、「それに限定されない (butis not limited to)」
という文言が削除され、さらに「(8)財産」では、「プログラム」が「コンピュータ・プログラ
ム」に変更されている。
「(8a)リソース」は新たに規定された定義で、「周辺機器、コンピュータ・ソフトウェア、
コンピュータ・プログラム、およびデータを含み、コンピュータ、コンピュータ・システム、
もしくはコンピュータ・ネットワークの一部分をいう」となっている。
「(1)アクセス」については、「接近 (approach)」が削除され、文言に「データ処理 (causedata 
processing)」が追加されている。すなわち、対象は基本型と同規定であり、行為は基本型に
「入力」、「出力」、「データ処理」を含み、「記憶」、「検索」を含まない内容となっている。
3 処罰行為
これまでの規定において、詐取目的や財産・サービス取得目的でのアクセスのほかに、それ
以外の目的でのアクセスも処罰されていたので、不法アクセスそれ自体も処罰される。また、
改正法によりウィルス投与の処罰も含められた。
3. 1 コンピュータヘのアクセス
第14-454条において、旧規定では(a)において「…意識的に…アクセスさせた者はH級重罪で
ある (Aperson is guilty of a Class H felony if he willfully)」という文言が、現行規定では「…
意識的に…アクセスさせることは不法である (Itis unlawful to willfully)」と変更されている。
またアクセスの目的が(1)詐取する計画、実行、 (2)詐欺的表示等によって財産、サービスを取得、
の場合を処罰行為として規定している。ただし、詐取計画の目的が教育上の試験資料、成績、
虚偽の学術上、職業上の等級を取得することである場合は除かれている。 (b)は(a)以外の目的に
なお、ノースカロライナ州法旧規定の原文はARKIN,App.-76.4、邦訳は「共訳（下）」 238頁以
下参照。
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よるアクセスを処罰しているが、現行規定では「（コンピュータ、コンピュータ・システム、
コンピュータ・ネットワーク）またはそれらの一部 (orany part thereof)」という文言が削除
されている。 (c)は新たに規定された項目であり、「本条では、アクセスもしくはアクセスさせ
ること、という用語には、直接もしくは間接的にコンピュータ、コンピュータ・システムもし
くはコンピュータ・ネットワーク内にコンピュータ・プログラム（自己複製が自己伝播コンピュ
ータ・プログラムを含む*28) を投与することを含む」となっており、ウィルス投与も「アクセ
ス」に含まれて処罰される。
3. 2 コンピュータ、コンピュータ・システム、コンピュータ・ネットワーク資源の穀損
第14-455条において、旧規定では(a)において「・・・意識的に…した者はH級重罪である (A
person is guilty of a Class H felony if he wilfuly)」が、現行規定では「…意識的に…すること
は不法である (Itis unlawful to wilfuly)」と変更されている。 (b)は旧規定ではコンピュータ等
の内外にあるプログラム、データ等の毀損が処罰行為として規定されていたが、現行規定では
「本条は、直接もしくは間接的にコンピュータ、コンピュータ・ システム、もしくはコンピュ
ータ・ネットワーク内にコンピュータ・プログラム（自己複製か自己伝播コンピュータ・プロ
グラムを含む）を投与することによる改変、毀損または破壊に適用される」となっている。
3. 3 権限を与えられている利用者に対するコンピュータ・サービスの拒否
第14-456条は「コンピュータ・システム・サービス」という文言が「コンピュータ、コンピ
ュータ・システム、コンピュータ・ネットワーク・サービス」に変更されている。
3. 4 強要
第14-457条は第14-455条において規定されている行為をなすよう強要した者を罰している。
4 刑罰
第14-454条違反は、旧規定では(a)はH級重罪、 (b)は軽罪であったが、現行規定では「(a)詐欺
計画もしくは策略が1,000ドル以上の損害となるか、または奪われた財産もしくはサービスが
1,000ドル以上の価値があるならば、本条の違反はG級重罪である、本条のその他いかなる違
反も 1級軽罪である」、「(b)l級軽罪」と規定されている。
第14-455条違反は、旧規定では(a)はH級重罪、 (b)は軽罪であったが、現行規定では「(a)改変、
毀損もしくは破壊による損害が1,000ドル以上であるならば、本条の違反はG級重罪である、
本条のその他いかなる違反も 1級軽罪である」と規定されている。
第14-456条違反は旧規定では軽罪であったが、現行規定では1級軽罪と規定されている。
*28 including a self-replicating or a self-propagating computer program 
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ノースダコタ州 (NORTHDAKOTA CENTURY CODE) 
ノースダコタ州におけるコンピュータ犯罪規定は、 1983年に制定されたもの*29であり、現行
規定*30は1997年に改正されたものである。
1 条文構成
ノースダコタ州法のコンピュータ犯罪規定は、第12.1-06.1-01条「定義」 3、第12.1-06.1-08条
は「コンピュータ詐欺、コンピュータ犯罪、分類、刑罰 (Computerfraud -Computer crime -
Classification -Penalty)」、という構成となっている *31。なお、第12.1-06.1-08条は旧規定では表
題が「コンピュータ詐欺、犯罪の分類」から変更されている。
2 定義規定
第12.1-06.1-01条の3において定義されているのは「a.アクセス、 b.コンピュータ、 c.コンピュ
ータ・ネットワーク、 d.コンピュータ・プログラム、 e.コンピュータ・ソフトウェア、 f.コン
ピュータ・システム、 g.金融証書、 h.財産、 i.サービス」となっている。
「d.コンピュータ・プログラム」、「e.コンピュータ・ソフトウェア」、「f.コンピュータ・システ
ム」は変更は見られない。
「b.コンピュータ」は旧規定では「電子的または磁気的インパルスの操作により論理的、算
術的または記憶的機能を果たす電子的装置をいい…」となっていたが、現行規定では「プログ
ラムされた命令を実行する、一つもしくはそれ以上の保存、論理演算、通信および記憶能力を
もつ電子的装置…」となっている。
「c.コンピュータ・ネットワーク」旧規定に「マイクロ波、ファイバー光学、光線、もしく
はその他電子的または工学的なデータ通信方法を含む…」という文言が追加されている。「金
融証書」では、旧規定に「クレジットカード、デビットカード、電子的なファンドトランスフ
ァーカード (electronicfund transfer card)、電子的なファンドトランスファーを開始するため
のアカウントヘ接続するコード、その他の手段を意味し…」という文言が追加され、以下の例
示規定から「クレジットカード」が削除されている。
「h.財産」では「電子的に作成されたデータ」が「電子的に作成された、もしくは保存され
たデータ」に変更、「プログラム」が「コンピュータ・プログラム」に変更、「何らかの価値あ
るもの (anythingof value)」が「有体、もしくは無体を問わず何らかの価値あるもの (any
*29制定された年度は、 N.D.GEN.釘J¥.T.§12.1-06.1-01を参照。 N.D.CentCode§12.1-06.1-01to 
12.1-06.1-08 (1998) (LEXI嘩索）。
*30改正された年度は、 N.D.GEN. STAT. §12.1-06.1-01を参照。
*31 N.D. GEN. 釘J¥.T.§12.1-06.1-01., 12.1-06.1-08. 
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other tangible or intangible item of value)」に変更されている。
「i.サービス」では「…およびその他実用作業を行うためのコンピュータ、コンピュータ・シス
テムもしくはコンピュータ・ネットワークを使用することを含む」という文言が追加されてい
る。
「aアクセス」については、旧規定からの変更はなく、対象は基本型と同規定、行為は基本
型に「接近 (approach)」を含めた内容となっている。
3 処罰規定
第12.1-06.1-08条は「コンピュータ詐欺、コンピュータ犯罪、分類、刑罰」において、第1項
で処罰行為に「アクセスを取得もしくは取得しようと試みる」、「変更する (modifying)」、「複
写する (copying)」、「開示する (disclosing)」、「占有する (takingpossession of)」という文言
が追加されている。第2項では「与えられた権限を諭越して」という文言が追加され、さらに
処罰行為として「アクセスを取得もしくは取得しようと試みる」、「変更する (modifying)」、
「複写する」、「開示する」、「占有する」、「許可された利用の妨害 (preventingthe authorized 
use)」という文言が追加されている。第1項では詐取目的での無権限アクセスが処罰されるが、
第2項では無権限アクセスそのものが処罰される。
4 刑罰
第12.1-06.1-08条1の違反は旧規定ではB級重罪であったが、現行規定ではC級重罪に、 2の違
反はC級重罪であったがA級軽罪に変更されている。
なお、ノースダコタ州法旧規定の原文はARKIN,App.-77、邦訳は「共訳（下）」 240頁以下参照。
-315-
第四分担 オハイオ州からテキサス州まで（沼田左弥香）
オハイオ州 (OHIOREVISED CODE ANNOTATED) 
オハイオ州はコンピュータ犯罪関連法として、第2913.04条「財産、コンピュータ財産の無
権限使用 (Unauthorizeduse of property; computer property)」を有する。本法は1986年に発効
され、 1996年の改正を経ている*I。本稿では1998年現在の条文“を参照する。なお、本州の規
定はARKIN(及び「共訳（下）」）では紹介されていない。
1 条文構成
(A)、(B)項に処罰行為、 (C)項に抗弁、 (D)、(E)項に刑罰が、それぞれ規定されている。
2 処罰行為
(A)項において、故意に、無権限で、他人の財産を使用 (use)、操作 (operate)する行為が
禁止されている。また、 (B)項において、故意に、無権限又は権限諭越で、コンピュータ等にア
クセスする行為それ自体が禁止されている。
3 刑罰
(D)項において、「(A)項違反は財産の無権限使用であり、第4級の軽罪である」、又、 (E)項にお
いて、「(B)項違反はコンピュータ財産の無権限使用であり、第5級の重罪である」と規定されて
いる。ただし、 (D)項では、財産やサービスの詐取又は入手の計画を考案、実行する目的である
場合で財産やサービスの価値又は被害に対する損害が、 (2汚•として「500 ドル以上5,000 ドル未
満ならば第5級の重罪」、 (3)号として「5,000ドル以上100,000ドル未満ならば第4級の重罪」、 (4)
号として「100,000ドル以上ならば第3級の重罪」、それ以外ならば(1)号として「第1級の軽罪」
と規定されている。
4 その他
(C)項において、第2913.03条(C)項”に規定のある積極的抗弁が、本条の責任に対する積極的
抗弁になり得ると規定されている。その内容は、「(1)錯誤にもかかわらず財産の使用、操作権
を授与されたと、行為者が信じるに足る妥当性がある場合、 (2)権限所有者が行為者に財産の使
用、操作権を授与すると、行為者が信じるに足る妥当性がある場合」となっている。
•I 発効及び改正年については、夏井・前掲ホームページ「オハイオ州」参照。
・2 OHIO REV. CODE ANN. §2913.04 (Anderson 1998) (IBXI暉索）。
'3 OHIO REV. CODE ANN. §2913.03 (Anderson 1996) (IBXI嘩索）。
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オクラホマ州 (OKLAHOMASTATUTES) 
オクラホマ州のコンピュータ犯罪法は1989年に制定された •4 。現行規定•S とは改正を経た
1997年現在の条文をいい、特に第1953、1955、1957、1958条では1998年7月1日より施行される
旨記載された条文を参照している。旧規定“はそれ以前の条文を指す。なお、オクラホマ州は
新設規定や変更規定が多い州となっている。
1 条文構成
第1951条「略称 (Shorttitle)」、第1952条「定義」、第1953条「禁止される行為」、第1954条
「一応の証拠となる行為 (Certainacts as prima facie evidence of violation of act)」、第1955条
「刑罰及び民事訴訟」、第1957条「裁判管轄 (Accessof computer, computer system or computer 
network in one jurisdiction from another jurisdiction-Bringing of action)」、第1958条「犯罪目的
でのアクセスの禁止 (Accessto computers, computer systems and computer networks prohibit-
ed for certain purposes-Penalty)」が、それぞれ規定されている。第1956条については「分離
条項 (Severability)」が規定されていたが、現行規定で廃止されている。なお、第1952、1953、
1954、1955条が変更規定、第1951、1957、1958条が新設規定である。
2 定義規定
• 第1項「アクセス」、第2項「コンピュータ」、第3項「コンピュータネットワーク」、第4項
「コンピュータプログラム」、第5項「コンピュータソフトウェア」、第6項「コンピュータシス
テム」、第7項「データ」、第8項「財産」、第9項「サービス」、第10項「運用支援文書」、第1項
「被害費用 (victimexpenditure)」について定義されている。変更規定は第1、4、6、8、10項
であり、新設規定は第7、1項である。
2. 1 変更規定
第1項「アクセス」の規定では、アクセス定義の基本型に対して、対象は「何らかの資源」
ではなく「論理、算術に基づく記憶又はその他の資源」となっているほか、行為は「接近
(approach)」、「侵入 (gainentry to)」を含んでいる。旧規定から変更された点は、「論理、算
術に基づく記億又はその他の」と「侵入」という文言が新たに追加されたことである。
第4項「コンピュータプログラム」については、「現行又は修正された形式を実行する時」と
いう時間的な規定が追加され、更に「プログラム」として旧規定にある「一連の命令文」と合
＂ 制定年については、夏井・前掲ホームページ「オクラホマ州」参照。
•s OKIA STAT. tit 21, § §1951-1958(1997) (LEXI暉索）。
•6 原文はARKIN,App.-78、邦訳は「共訳（下）」 242頁以下参照。
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わせて「関連データ」を挙げている。
第6項「コンピュータシステム」については、装置に関して「論理、算術に基づくデータ蓄
積およぴ検索、通信、制御に限らずこれらの機能を実行する一つ以上のコンピュータプログラ
ム、電子的な命令、入カデータ、出カデータを含む支援装置を含んだ装置」と新たに規定して
いる。更に、「プログラム機能がなく、他のコンピュータ、コンピュータネットワーク、コン
ピュータシステム又は支援装置にアクセスするために接続、利用されるという機能を有しない
計算機は含まない」という文言が追加されている。
第8項「財産」の規定については、新たに「電子的に創出されたデータ」を含めることにな
り、「財産情報」「クレジットカード」「個人識別コードや番号」を例示している。
第10項「運用支援文書」については、使用形態に「設計 (design)」を含め、又、「あらゆる
形式」という文言が追加されている。
2. 2 新設規定
第7項「データ」については「情報、知識、事実、概念、コンピュータソフトウェア、コン
ピュータプログラム、命令の表現をいい、メモリ、トランジット、デイスプレイ上にあるもの
として形式は問わない」と規定されている。
第11項「被害費用」については「コンピュータシステム、コンピュータネットワーク、コン
ピュータプログラム、データがアクセスによって改変 (altered)、削除 (deleted)、中断 (dis-
rupted)、毀損 (damaged)、破壊 (destroyed)されたか否かを所有者や借主が証明するため
に正当にかつ必然的に負う費用」と規定されている。
3 処罰行為
現行規定の第1953条に「禁止される行為」が規定されている。構成はA項「違法行為」、 B、
c項「犯罪の軽重」となっている。なお、 A項には1号から7号まで規定されている。旧規定で
は、現行規定A項の1号から4号までを処罰の対象としていたが、現行規定では既存の条文に若
千文言が加えられ、新たに3点の行為が処罰の対象となっている。
現行規定のB、C項については、次の「刑罰」で触れる。
3. 1 旧規定の処罰行為
旧規定での処罰の対象となる行為は次の1項から4項である。これは、現行規定では若干文言
の変更があるものの、現行規定第1953条A項の1号から4号に相当する。ゆえに、以下は「号」
という記述に統一する。
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1号では、故意かつ無権限にコンピュータ等、又は前条で定義付けられたその他の財産＂に
アクセスし、更に一定の結果を引き起こす行為が禁止されている。この場合の一定の行為とは、
毀損、変更、改変、破壊、複写、開示 (disclose)、占有 (takepossession)を指す。 2号では、
詐欺的に財産を取得する目的をもって、コンピュータ等、又は前条で定義付けられたその他の
財産を利用する行為が禁止されている。 3号では、故意かつ権限を躁越した、 1号規定の行為が
禁止されている。 4号では、故意かつ無権限でコンピュータ等、又は前条で定義付けられたデ
ータや個人識別コード等の財産にアクセスする行為それ自体が禁止されている。
3. 2 旧規定からの変更点及び新設の現行規定
旧規定より定めのあった1号から4号には変更点が認められる。即ち、 1号では一定の結果の
中に削除と利用 (makeuse of)が、 3号では削除する行為が含められた。また、 2号について
は欺岡 (deceive)、強奪の意図も含められ、かつ、財産の取得目的のみならず、その管理
(controlling) も含められた。なお、削除された文言は1、3、4号の「前条で定義付けられた」
という部分と1、2、3、4号の量刑の部分である。
現行規定において新設された条文は、次の5、6、7号である。 5号では、故意かつ無権限で、
コンピュータサービスを利用することが禁止されている。 6号では、故意かつ無権限で、コン
ピュータサービスを中断 (disrupt)することや、コンピュータ等の権限を有する利用者のア
クセスやサービスを拒絶させる (deny)ことが禁止されている。 7号では、故意かつ無権限で、
コンピュータ等にアクセスする手段を提供することが禁止されている。
4 刑罰
旧規定及び現行規定において、 1、2、3号の行為は重罪であり、 4号の行為は軽罪となってい
る。新たに加わった3点の行為に関しては、 5号が軽罪で、 6、7号が重罪となっている。これら
重罪については現行規定第1953条A項、軽罪については現行規定第1953条B項に明示されてい
る。
罪の軽重による刑罰は第1955条に規定されている。旧規定においては、 A項として重罪の場
合、 5,000ドル以上100,000ドル以下の罰金、もしくは 1年以上10年以下の州刑務所 (theState 
Penitentiary)内の拘禁刑、又はそれらの併科、 B項として軽罪の場合、 5,000ドル以下の罰金、
” 旧規定の財産の定義は次のようになっている。「『財産』とは、何らかの価値を有する有
形または無形のものをいい金融証券、地球物理学上のデータ、もしくはそのデータの説明、
情報、コンピュータ・ソフトウェア、コンピュータ・プログラム、および人間または機械の
いずれかが解読できる形態で他の何らかの価値を有する
有形または無形のものにおいて存在するところのコンピュータによって創出もしくは記憶さ
れたデータ、運用支援文書、コンピュータソフトウェアを含むが、それらに限定されない」。
「共訳（下）」 242頁参照。
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もしくは30日以下の郡拘置所 (countyjail)内の拘禁刑、又はその併科とされていた。
現行規定においては、 A項が罰金刑のみとなった点に変更が認められるが、 B項に変更はな
い。なお、 C項として民事訴訟の規定が新設され、その内容は「有罪宣告された者に対して、
コンピュータ等へのアクセスにより一定の結果が引き起こされたか否かを所有者が証明する費
用を含め、補償的損害賠償 (compensatorydamages)を求めて民事訴訟を提起することがで
きる。この項に準じて提起された訴訟において、法廷は勝訴当事者に対して妥当な代理人手数
料を裁定できる」となっている。本項の「一定の結果」とは、改変、毀損、削除、中断、破壊
である。
5 その他
その他として、第1954条「一応の証拠となる行為」、第1957条「裁判管轄」、第1958条「犯罪
目的でのアクセスの禁止」について触れる。第1954条は旧規定にあり、現行規定において文言
の追加が認められる。第1957、1958条は旧規定になく、新設の規定である。
第1954条は旧規定では、「コンピュータ等、又は前条で定義付けられたその他の財産につき、
アクセス、毀損、変更、改変、破壊、複写、漏示、奪取したという証明、あるいは無権限又は
権限躁越でこれらの行為のいずれかを実行しようと企てたという証明は、本法故意犯の一応の
証拠となる」とされていた。現行規定では「前条で定義付けられた」という文言が削除され、
列挙された行為に「中断」「削除」が加えられている。
第1957条は、「民事又は刑事訴訟の提起を目的とする場合、ある司法管轄から別の司法管轄
にあるコンピュータ等にアクセスし、又それを手段とする者は、各司法管轄においてアクセス
したものとみなされる」と規定されている。
第1958条は、「州法違反となるアクセスを利用する目的で、コンピュータ等に通信、データ
蓄積、データ検索 (retrievedata from)してはならない。有罪の場合は重罪で5,000ドル以下の
罰金である」と規定されている。
オレゴン州 (OREGONREVISED STATUTES) 
オレゴン州はコンピュータ犯罪関連法として、第164.125条「サービス窃盗 (Theftof ser-
vices)」と第164.377条「コンピュータ犯罪 (Computercrime)」を有する。本稿では「I」と
して後者を、「n」として前者を検討する。
第164.377条「コンピュータ犯罪」の現行規定＂とは 1997年現在の条文をいい、旧規定”と
はそれ以前の条文を指す。本条には若干の変更と追加がある。
u OR REV. STAT. §164.377(1997) (LEXI嘩索）。
” 原文はARKIN,App.-81、邦訳は「共訳（下）」 244頁以下参照。
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第164.125条「サービス窃盗」の現行規定•10 とは1997年現在の条文をいい、新設されている。
I 「コンピュータ犯罪」（第164.377条）
1 条文構成
(1)項に定義、 (2)、(3)、(4)項に処罰行為、 (5)項に刑罰が、それぞれ規定されている。
2 定藻規定
(a)号「アクセス」、 (b)号「コンピュータ」、 (c)号「コンピュータネットワーク」、 (d)号「コン
ピュータプログラム」、 (e)号「コンピュータソフトウェア」、 (f)号「コンピュータシステム」、
(g)号「デー タ」、 (h涛「財産」、 (i)号「機密情報 (Proprietaryinformation)」、 (i)号「サービス」
について定義されている。なお、変更規定は(b)、(d)、(f)、(h)号、新規規定は(g)、(i)号である。
また、 (a冴「アクセス」に関しては、アクセス定義の基本形と同規定となっている。
2. 1 変更規定
(b)号に「光学的信号 (opticalsignal)」の操作によって機能を果たす装置、 (d)号に「コンピ
ュータシステムから適切な成果をあげるべく設計された」場合だけでなく「その使用で成果を
あげるよう設計された」場合、 (f)号に「オレゴン州富くじに所有、運用され、あるいはオレゴ
ン州富くじの契約、 監督下にある個人や団体によって賃借、所有、運用されているコンピュ
ータ、装置、ソフトウェア」、 (h)号に「知的財産」が、それぞれ追加された。
2. 2 新規規定
(g)号は「情報、知識、事実、概念、コンピュータソフトウェア、コンピュータプログラム、
命令の表現をいい、なんらかの状態で蓄積媒体上に存在し得る。又、コンピュータや人間が読
み取り可能な形式の数字、文書、保存音声、グラフィックス、イメージを含んでいるが、これ
らに限定されない」とされている。
(i涛は「デザイン、工程、手順、顧客リスト、供給者リスト、顧客記録、ビジネスコードや
改良を含む科学的、技術的、商業的情報で、組織の限られた個人にのみ知られ、組織の処理業
務において使用される。情報は現実的あるいは潜在的に商業価値を有し、情報の使用者に対し
て、その情報を知らないあるいは使用しない競争相手に優先して業務利益を得る機会を情報使
用者に与えなければならない」とされており、トレード・シークレット処罰が意図されてい
る。
*10 OR. REV. STAT. §164.125(1997) (LEXIS検索）。
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3 処罰行為
旧規定と現行規定の文言に差異はなく、 (2)項(c)号にのみ文言の追加が認められた。 (2)項にお
いては、次の目的で、故意に、コンピュータ等ヘアクセスする行為やその試みを禁止している。
目的については、 (a)号として「詐取の計画や策略を企てる又は実行する目的」、 (b)号として
「虚偽又は詐欺的な表示、表現、契約によって金銭、財産、サービスを入手する目的」、 (c)号と
して「窃盗目的」となっている。なお、 (c)号に「財産情報の窃盗を含むが、これに限定されな
ぃ」という文言が追加されている。 (3)項においては、故意かつ無権限で、コンピュータ等又は
それらに含まれるソフトウェア、プログラム、文書、データを改変、毀損、破壊する行為が禁
止されている。 (4)項においては、 (3)項の行為の前段階である利用、アクセス行為そのものが禁
止されている。
4 刑罰
刑罰規定である(5)項の変更点は(b)号の追加と、それに伴う (a涛•の「本項(b冴｛の規定の場合を
除き」という文言の追加である。
(a)号では、 (2)、(3)項の規定に違反した場合はC級の重罪であり、 (b)号の場合を除き(4)項の規
定に違反した場合はA級の軽罪であると規定されている。
(b涛では、 (4)項の行為がオレゴン州富くじ関連のコンピュータ等を対象とした場合、 C級の
重罪であると規定されている。
I 「サービス窃盗」（第164.125条）
1 条文構成
(1)項に処罰行為、 (2)項に定義、 (3)項に一応の証拠について、 (4)項に被害額 (thefttransac-
tions)の加算について、 (5)項に刑罰が、それぞれ規定されている。
2 定義規定
(2)項において本条で使用される「サービス」と「通信サービス」について規定されている。
例示規定であり、「サービス」とは「労働、交通機関、ホテルの宿泊、電気、ガスの供給等」
を含み、又、「通信サービス」とは「電話、コンピュータ、ケープルテレビシステムの使用」
を含むが、いずれにおいても「これらに限定されない」とされている。
3 処罰行為
(1)項(a)号においては、「支払いから逃れる意図を持ち、その上で強制、脅し、詐欺、又は他
の手段を用いてサービスを入手する行為」が、又、 (1)項(b)号においては、「労働、業務、設備
上の裁量権を管理しながら、利益を得る意図をもって、かかる労働、設備を使用、転用する行
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為」が処罰の対象とされている。
4 刑罰
(a)号において、窃盗の対象であるサービスの価値の総計が50ドル未満ならばC級の軽罪、 (b)
号において、 50ドル以上750ドル未満ならばA級の軽罪、 (c冴・において、 750ドル以上ならばC
級の重罪、 (d)号において、 10,000ドル以上ならばB級の重罪となっている。
5 その他
被害額の総計を算出する際の規定として(4)項がある。 (a)号として、多数の被害者に対して同
様の手段で30日以内に窃盗が犯された場合、 (b)号として、同一の被害者、又は共同所有者であ
る二人以上の者に対して180日以内に窃盗が犯された場合、個々の被害額を合わせて加算する
と規定されている。
ペンシルバニア州 (PENNSYLVANIASTATUTES) 
ペンシルバニア州におけるコンピュータ犯罪規定は1983年に制定されたものである。その後、
1986年に改正を経ているが、 1997年現行規定•11 に至るまで変更は認められない •120 
1 条文構成
第3933条「コンピュータの不正使用 (Unlawfuluse of computer)」において、 (A)項「犯罪の
定義」、 (B)項「犯罪の等級」、 (C)項「定義」の規定がなされている。
2 定義規定
(C)項において、「アクセス」「コンピュータ」「コンピュータネットワーク」「コンピュータプ
ログラム」「コンピュータソフトウェア」「コンピュータシステム」「データベース」「金融証書
(financial instrument) 」「財産」「サービス」について定義されている •130
「アクセス」の定義において、アクセス定義の基本型に対して、対象については「データベ
ース」が、又、行為については「傍受 (intercept)」が含められている。
他の州で定義された用語と比較して相違が見られる項目は、「データベース」と「金融証書」
である。しかし、「データベース」は他の州で定義されているところの「データ」と同等のも
のである。「金融証書」は、「小切手 (check)、手形 (draft)、証書 (warrant)、郵便為替
*11 18 PA CONS. STAT. §3933(1997) (IEXIS検索）。
•12 制定及び改正年については、夏井・前掲ホームページ「ペンシルバニア州」参照。
*13 本稿において言及されていない用語については先の検討を参照のこと。「共訳（下）」 245
頁以下。
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(money order)、約束手形 (note)、預金証書 (certificateof deposit)、信用状 (leterof credit)、
為替手形 (bilof exchange)、クレジット又はデビットカード、取引許可装置 (transactionau-
thorization mechanism)、市場性のある証券 (marketablesecurity)、又はそれらをコンピュー
タシステムで表現したもの」が含まれると例示されているが、「限定されない」という文言が
付いている。
3 処罰行為
(A)項において処罰の対象となる行為が規定されている。 (1)号では、機能妨害目的あるいは財
産取得目的でのコンピュータ等へのアクセス、改変、毀損、破壊行為、 (2)-ij-では、故意かつ無
権限のコンピュータ等へのアクセス、改変、妨害、毀損、破壊行為、 (3)号では、故意かつ無権
限のパスワード、個人登録番号等アクセス手段の開示 (givesor publishes)行為が、それぞれ
禁止されている。なお、本州の規定については変更がないため、処罰行為の拡大、縮小などは
認められない。また、無権限アクセスそのものは処罰される。
4 刑罰
(B)項において犯罪等級が規定されている。 (A)項(1)号違反については3級の重罪、 (A)項(2)号及
び(3冴違反については1級の軽罪となっている。
ロードアイランド州 (GENERALLAWS OF RHODE ISLAND) 
ロードアイランド州におけるコンピュータ犯罪規定は1979年に制定されたものである。現行
規定•14 とは改正を経た1997年現在の条文をいい、旧規定*15はそれ以前の条文を指す。
1 条文構成
第11-52-1条「定義」、第11-52-2条「詐欺目的でのコンピュータヘのアクセス (Accessto com-
puter for fraudulent purposes)」、第11-52-3条「故意のアクセス、改変、毀損、破壊
(Intentional access, alteration, damage, or destruction)」、第11-52-4条「コンピュータ窃盗
(Computer theft)」、第11-52-5条「刑罰」、第11-52-6条「民事訴訟」、第11-52-7条「虚偽情報の使
用 (Useof false information)」、第11-52-8条「コンピュータ原始文書の変更 (Tamperingwith 
computer source documents)」が規定されている。
旧規定においては、第11-52-1条から第11-52-5条まで規定されていたが、これまでの検討*16で
*14 R.1. GEN. IAWS 11-52-1 to -8 (1997) (LEXI嘩索）。
*15 原文はARKIN,App.-84、邦訳は「共訳（下）」 247頁以下参照。
*16 「共訳（下）」において第11-52ふ11-52-3条は訳されているがARKINでは触れられていない。
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は第11-52-1条及び第11-52-3条について言及がない。
現行規定においては、第11-52-2、11-52-4、11-52-5条について変更が認められ、第11-52-6、
11-52-7、11-52-8条が新設されている。なお、これまで言及のなかった第11-52-1条は新設規定と
して扱う。
なお、ロードアイランド州は新設規定や変更規定の多い州となっている。
2 定義規定
ロードアイランド州では以下の10項目の定義規定がある。
(1)項「アクセス」については、アクセス定義の基本型の行為に「接近 (approach)」「入力」
という行為が含められている。
(2)項「コンビュータ」は、「論理的、算術的に作動する電子的装置及び電子的又は磁気的イ
ンパルスの操作による記憶的機能をいい、あらゆる入力、出力、処理、記憶、ソフトウェア、
又はシステムやネットワーク中でかかる装置と連結あるいは関連する通信設備を含む」と規定
されている。
(3)項「コンピュータネットワーク」は、「遠隔端末装置を通じて行われるコンピュータと通
信回線との相互連結、又は2台以上の相互連結されたコンピュータから構成された集合体」と
規定されている。
(4)項「コンピュータプログラム」は、「一連の命令文、あるいは関連データで、コンピュー
タシステムから適切な成果をあげるべく設計され、コンビュータシステムを機能させるコンビ
ュータが受け入れることのできる形態で、コンピュータやコンピュータシステムに指定された
機能を実行させることのできる、現存あるいは変更された形式のもの」と規定されている。
(5)項「コンビュータソフトウェア」は、「コンピュータシステムの操作に関するコンピュー
タプログラム、手順及び関連文書の一式」と規定されている。
(6)項「コンピュータシステム」は、「関連、連結あるいは連結されていないコンピュータ設
備、装置及びソフトウェアの一式」と規定されている。
(7)項「データ」は、「情報、知識、事実、概念、命令の表現で、作成中もしくは作成済みで
コンピュータ等に入力、処理、蓄積されるように意図されている、あるいは入力、処理、蓄積
されている、あるいは侵入、処理、蓄積されていたもの」と規定されている。
(8)項「財産」は、「金融証書、電子的に作成されたデータ、人間又は機械のいずれかが解読
可能な形態にあるコンピュータソフトウェアやプログラム、その他の何らかの有体又は無体の
価値あるものを含む情報を含むが、これらに限定されない」と規定されている。
(9)項「サービス」は、「コンピュータタイム、データ処理及び記憶的機能を含むが、これら
に限定されない」と規定されている。
(10)項「原始文書 (sourcedocument)」は、「コンピュータ等への電子的入力の基礎をなす元
の文書あるいは記録」と規定されている。
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3 処罰行為
第11-52-2条「詐欺目的でのコンピュータヘのアクセス」、第11-52-3条「故意のアクセス、改
変、毀損、破壊」、第11-52-4条「コンビュータ窃盗」、第11-52-7条「虚偽情報の使用」、第11-52-
8条「コンピュータ原始文書の変更」が、処罰の対象となる行為に相当する。
また、それぞれにおいて罪の軽重が明示されているので、ここで触れておくことにする。
3. 1 詐欺目的でのコンピュータヘのアクセス
旧規定では、 (1)詐欺の計画や策略を企てる、あるいは実行する目的、 (2)虚偽又は詐欺的な表
示、表現、契約によって金銭、財産、サービスを取得する目的で、コンピュータ等にアクセス
する行為が禁止されていた。現行規定では、 (3)詐欺の計画や策略を伴いコンピュータ等に含ま
れたプログラム又はデータを毀損、破壊、改変、削除、移動 (removing)する目的が追加さ
れている。なお、本条違反は重罪である。
3. 2 故意のアクセス、改変、毀損、破壊
故意かつ無権限でコンピュータ等にアクセス、改変、毀損、破壊する行為が禁止されている。
なお、本条違反は重罪である。ここでは無権限アクセスそれ自体も処罰される。
3. 3 コンピュータ窃盗
故意かつ正当な権利なしに、他人の所有権を永久に奪う意図をもって、コンピュータ等の
500ドルを超過する価値あるデータを奪取、移転、隠匿、保有 (retains)する行為が禁止され
ている。なお、本条違反は重罪である。ただし、現行規定で軽罪となる場合が新設され、デー
タの価値が500ドル以下ならば1年以下の収監又は1,000ドル以下の罰金、あるいはその併科を
もって処罰される。
3. 4 虚偽情報の使用
本条は新設規定である。 (a)項では、故意に支払請求の目的で虚偽データを送信 (makesa 
transmission)する行為、あるいは虚偽性の認識及び支払請求に使用されるという認識があり
ながら支払請求目的でデータを作成、提示、利用する行為が禁止されている。また、 (b)項では、
故意に、 (1)虚偽データを送信する、あるいは(2)虚偽性の認識がありながらその他の目的でデー
タを作成、提示、利用する行為が禁止されている。なお、本条(a)項違反は重罪、 (b)項違反は軽
罪である。
3. 5 コンピュータ原始文書の変更
本条もまた新設規定である。 (a)項及び(b)項は、コンピュータ原始文書を故意に隠匿、破壊、
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改変する、あるいは故意に人に隠匿、破壊、改変させる行為を禁止しているが、 (a)項では、コ
ンピュータ原始文書が法律によって保持されるよう要求されている場合、 (b)項では、コンピュ
ータ原始文書が法律によって保持されるよう要求され、州機関の公式捜査を妨げる意図がある
場合を規定している。なお、本条(a)項違反は軽罪、 (b)項違反は重罪である。
4 刑罰
旧規定では重罪についてのみ規定されていたが、現行規定では重罪及び軽罪について規定さ
れている。現行規定の(a)項では、重罪は5,000ドルの罰金又は5年以下の拘禁刑、あるいはその
併科、 (b)項では、軽罪は500ドル以下の罰金又は1年以下の拘禁刑、あるいはその併科と規定さ
れている。重罪及び軽罪について規定されることにより、 (a)項に「本章の下に重罪として分類
された」という文言が追加され、 (b)項が新たに規定されている。
5 その他
ロードアイランド州におていは民事訴訟規定が新設されている。その内容は、「被害者は補
填損害賠償 (compensatorydamages)、懲罰的損害賠償 (punitivedamages)、裁判費用 (court
costs)、及び妥当な代理人費用を含め裁判所が相当と認める措置を請求するために、違反者に
対して民事訴訟を提起することができる」となっている。
サウスカロライナ州 (CODEOF LAWS SOUTH CAROLINA ANNOTATED) 
現行規定＊＂とは 1997年現在の条文をいい、旧規定*18とはそれ以前の条文を指す。なお、サウ
スカロライナ州は第16-16-20条に若干の変更が見られる以外は、旧規定と同一の条文である。
1 条文構成
第16-16-10条「定義」、第16-16-20条「犯罪及び刑罰」、第16-16-30条「裁判地」、第16-16-40条
「他の刑事法規定の適用 (Applicabilityof other criminal law provisions)」について定められて
いる。
2 定義規定
(a)「コンピュー タ」、 (b)「コンピュータネットワーク」、 (c)「コンピュータプログラム」、 (d)
「コンピュータソフトウェア」、 (e)「コンピュータシステム」、 (f)「財産」、 (g)「サー ビス」、 (h)
•11 S.C. Code Ann. § §16-16-10 to-40(1997) (I.EXIS検索）。
*18 原文はARKIN,App.-85、邦訳は「共訳（下）」 249頁以下参照。
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「デー タ」、 (i)「アクセス」、 (i)「コンピュータハッキング (computerhacking)」について定義
されている。これらについては、旧規定と同一の条文である *190
「アクセス」の定義においては、アクセス定義の基本型に対して、行為では「通信」と「そ
れ以外の利用」について、その「試み (attemptto)」が含めらている。
他の州と比較して異なる点は、「コンピュータハッキング」について明確に規定されている
ことである。その内容は、「コンピュータやコンピュータ・システム、コンピュータ・ネット
ワークに接続した後に、詐欺もしくはその他の犯罪を犯す意図をもたずに、かつ、接続に付随
するサービス以外の、コンピュータに関連したサービスを利用することなしに、ただ接続する
だけの目的で、コンピュータやコンピュータ・システム、コンピュータ・ネットワークの全部
あるいは一部ヘアクセスすることをいう m」となっている。
3 処罰行為及び刑罰
サウスカロライナ州においては、第16-16-20条に「犯罪及び刑罰」の規定があるため処罰行
為と刑罰を合わせて検討する。
構成は、 (1)、(2)項に第1級のコンピュータ犯罪、 (3)項に第2級のコンピュータ犯罪、 (4)項に第
3級のコンピュータ犯罪の規定がある。なお、本条において若干の文言の変更が認められ、旧
規定より刑の軽減がなされている。
3. 1 第1級のコンピュータ犯罪
第1級の犯罪となる行為は(1)項に規定がある通り、故意かつ無権限又は正当と認められない
目的で、次の(a)、(b)号の行為を行う場合である。即ち、 (a汚0では、 (i)詐欺の計画又は策略を
企てあるいは実行する目的、 (ii)虚偽又は詐欺的な表示、表現、契約により金銭、財産、サー
ビスを入手する目的、 (ii)その他の罪を犯す目的で、コンピュータ等にアクセスする行為、 (b)
号では、コンピュータ等に含まれたデータを改変、毀損、破壊、変更する行為を処罰の対象と
している。
更に、第1級の犯罪となる要件として(2)項に規定があり、 (1)項による損失の総額が25,000ド
ルを上回る場合とされている。
(2)項の規定によると、第1級のコンピュータ犯罪は重罪であり、有罪の場合、 125,000ドル以
下の罰金、 10年以下の拘禁刑、あるいはその併科で処罰される。
3. 2 第2級のコンピュータ犯罪
第2級の犯罪となる行為は(3)項(a)号に規定がある通り、 (1)項による損失の総額が1,000ドルを
*19 本稿において言及されていない用語については、「共訳（下）」 249、250頁参照のこと。
•20 「共訳（下）」 250頁。
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上回るが25,000ドル以下の場合である。合わせて(3)項(b)号 (i)の詐欺目的で権限あるユーザ
ーを妨害する場合、 (ii)の無体有体を問わずコンピュータに関連する財産を所有者から奪取
(deprives)、持ち出し (takes)、移転、隠匿、保有する場合、 (ii)の(1)項による損失の総額が
合理的に確定し得ない場合も含む。
第2級の刑罰については、 (3)項(c)号に規定があり、旧規定で重罪であったのが現行規定では
軽罪に変更されている。初犯の場合、 50,000ドル以下の罰金、 3年以下の拘禁刑、あるいはそ
の併科となっている。ただし、再犯の場合は依然として重罪で、 50,000ドル以下の罰金、 5年
以下の拘禁刑、あるいはその併科となっている。旧規定では7年以下の拘禁刑と規定されてい
たので刑は軽減されていることになる。
3. 3 第3級のコンピュータ犯罪
第3級の犯罪となる行為は(4)項に規定がある通り、 (1)項による損失の総額が1,000ドルを上回
らない場合である。合わせて、故意かつ無権限又は正当と認められない目的で、コンピュータ
ハッキングに従事する場合も含む。それ故、無権限アクセスそれ自体が処罰される。
第3級のコンピュータ犯罪は(4)項によると軽罪で、有罪の場合、初犯については、 200ドル以
下の罰金、 30日以内の拘禁刑で処罰される。ただし、再犯の場合は、 200ドル以下の罰金、 2年
以下の拘禁刑、あるいはその併科で処罰される。
サウスダコタ州 (SOUTHDAKOTA CODIFIED LAWS) 
現行規定•21 とは1998年現在の条文をいい、旧規定•22は1984年の改正を経た条文を指す。
1 条文構成
サウスダコタ州においては、第43-43B-l条「コンピュータの不正使用 (unlawfuluses of com-
puter)」、第43-43B-2条「用語の定義」、第43-43B-3条及び第43-43B-4条「システムの使用 (ob-
taining use) 、改変、破壊、承諾のないアクセス、開示に関する罰則」、第43-43B-5条及び第43—
43B-6条「詐欺の一部としてのシステムの使用、改変、破壊に関する罰則」、第43-43B-7条「影
響を受けない民事的権利 (civilrights not affected)」、第43-43B-8条「裁判地」に関する規定が
ある。
なお、第43-43B-5、43-43B-6、43-43B-7条が新設条文である。その他、若干の文言の変更が見
られるが、全体を通して内容に影響を及ぽすような変更はない。
•21 S.D. CODIFIED IAWS§ §4343B-lto-8(1998) (LEXI渾索）。
•22 原文はARKIN,App.-89、邦訳は「共訳（下）」 252頁以下参照。
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2 定義規定
(1)項「アクセス」、 (2)項「コンピュータ」、 (3)項「コンピュータプログラム」、 (4)項「コンピ
ュータシステム」の定義規定があるが、変更及び新設規定はない。
「アクセス」については、アクセス定義の基本形の対象に「何らかの資源」を、又、行為に
「それ以外の利用」を含めない限定的な規定となっている。
3 処罰行為
第43-43B-1条で「コンピュータの不正使用」の規定があり、以下の行為を処罰の対象として
いる。即ち、 (1)項の故意、無権限のコンピュータ使用あるいはアクセス行為それ自体、 (2)項の
故意、無権限のコンピュータプログラム、データの改変、破壊行為、 (3)項の詐欺の一部として
のコンピュータシステムの使用、改変、アクセス、破壊行為、 (4)項の故意、無権限のコンピュ
ータシステムヘのアクセス手段の開示行為である。これらの規定については、旧規定から変更
された点はない。
4 刑罰
刑罰の規定については、第43-43B-3、43-43B-4条に規定のある第43-43B-l条(1)、(2)、(4)項を違
反した場合と、第43-4;3B-5、43-438-6条に規定のある第43-43B-l条(3)項を違反した場合に分類さ
れている。更に、両者において、価値が1,000ドル以下の場合と1,000ドルを超過する場合に分
類されている。
第43-43B-l条(1)、(2)、(4)項を違反して、その価値が1,000ドル以下の場合は、第43-43B-3条に
第1級の軽罪であると規定されている。第43-43B-l条(1)、(2)、(4)項を違反して、その価値が
1,000ドルを超過する場合は、第43-43B-4条に第6級の重罪であると規定されている。
また、第43-43B-l条(3)項を違反して、その価値が1,000ドル以下の場合は、第43-43B-5条に第
1級の軽罪であると規定されている。第43-43B-l条(3)項を違反して、その価値が1,000ドルを超
過する場合は、第43-438-6条に第4級の重罪であると規定されている。
刑罰の新規規定は第43-43B-5、43-438-6条であるから、第43-43B-l条(3)項に関する部分のすべ
てである。
5 その他
その他、サウスダコタ州では第43-43B-7条「影響を受けない民事的権利 (civilrights not af— 
fected)」と、第43-43B-8条「裁判地」について規定されている。
第43-43B-7条は民事的権利を保障するもので、「本章の規定は民事訴訟において、当事者の
権利を拡大、又は縮小するものではない」旨規定されている。なお、現行規定において新たに
制定された条文である。
第43-43B-8条は裁判地に関する規定であるが、旧規定から変更された点はない。
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テネシー州 (TENNESSEECODE ANNOTATED) 
現行規定*23とは1983年に制定され、 1993年の改正等を経た1997年現在の条文をいい、旧規定
•24 とは1989年改正の条文を指す*250
1 条文構成
第39-14-601条「定義」、第39-14-(ぅ02条「犯罪と刑罰」、第39-14-(ぅ03条「裁判地」となっている。
大幅な変更が認められるが、「裁判地」に関しては旧規定から内容的な変更は認められない。
2 定藻規定
(1)項「アクセス」、 (2)項「コンピュータ」、 (3)項「コンピュータ汚染菌 (Computercontami-
nants)」、 (4)項「コンピュータネットワーク」、 (5)項「コンピュータプログラム」、 (6)項「コン
ピュータソフトウェア」、 (7)項「コンピュータシステム」、 (8)項「デー タ」、 (9)項「金融証書」、
(10)項「インプット」、 (1)項「知的財産」、 (12)項「アウトプット」、 (13)項「処理すること」、 (14)項
「財産」、 (15)項「サー ビス」、 (16)項「システムハッカー (Systemhacker)」が規定されている。
「アクセス」については、アクセス定義の基本型に対しては、対象について、コンピュータ
等に合わせて「コンピュータや権限を有する使用者との通信で、電子、電磁、電気化学、音波、
機械、あるいはその他の手段で取り交わされた情報」が、又、行為について、「接近」「傍受」
「接続」が追加されている。なお、本項は変更規定であるが、変更された部分は「情報」と
「接続」に関する文言である。
2. 1 変更規定
(1)項「アクセス」以外に変更のあった規定は、 (2)、(4)、(6)、(8)、(9)、(13)、(14)項である。 な
ぉ、 (8)、(9)、(13)、(14)項に内容的な変更はない。
(2)項では、新たに、装置について「支援装置、周辺装置や設備、及びそれに接続された通信
システムを含めた装置や装置の集合」とし、機能として「情報蓄積や検索機能、コンピュータ
プログラム、電子命令を含むひとつ以上の機能で、外部ファイルとともに使われ、データのイ
ンプット及びデータのアウトプットを可能にする能力（そのような運用や通信は、ジョプ処理
中にオペレーターの介在があろうとなかろうと起こり得る）」が追加され、更に「これらに限
定されない」としている。
(4)項では、新たに、例示として「インプット、アウトプット装置をいい、遠隔通信機器に接
*23 TENN.CODEANN. § §39-1伍 01to -603 (1997) (LEXI嘩索）。
” 原文はARKIN,App.-91、邦訳は「共訳（下）」 254頁以下参照。
*25 制定、改正年については、夏井•前掲ホームページ「テネシー州」参照。
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続される可能性もあるデイスプレイ端末、プリンター」を挙げているが「これらに限定されな
ぃ」としている。
(6)項では、新たに、ソフトウェアに「ソフトウェア及び付随文書に関する支援資料を含む」
とし、形式は「印刷、コンピュータ内の表現、コンビュータから分離されたもの」としてい
る。
2. 2 新規規定
新規規定は(3)、(10)、(12)、(16)項である。
(3)項「コンピュータ汚染菌」は「情報の所有者の意図あるいは許可なくコンピュータシステ
ム、コンピュータネットワークの適切な運用を変更、毀損、破壊、中断するように設計された
一連のコンピュータ命令をいう。それらは自己複製あるいは自己増殖し、他のコンピュータプ
ログラム、コンピュータデータを汚染する、あるいはコンピュータ資源を消滅させる、あるい
は記録や伝送データを変更、破壊する、あるいは他の様式でコンピュータ等の正規の運用を侵
害するように設計された、一般にウィルスやワームと呼ばれるコンピュータ命令の集まりを含
むがこれらに限らない」と規定され、さらにウィルス、ワームの定義規定をおいている。
(10)項「インプット」は「コンピュータヘの伝送、コンピュータによる解釈、処理に割り当て
る方式のデータ、事実、概念、命令」と規定されている。
(12)項「アウトプット」は「コンヒュータ コンヒュータメモリ蓄積機器からコンヒュータに
よって作成、検索されたデータ、事実、概念、命令」と規定されている。
(16)項「システムハッカー」は「故意にアクセスし、許可なくデータ、コンピュータ等の改変、
毀損、削除、破壊、その他の利用を行う者」と規定されている。
3 処罰行為
3. 1 第39-14-602条(a)項について
旧規定の構成は禁止行為者規定が(a)項、目的規定が(1)、(2)号となっていた。現行規定に構成
の変更はないが、旧規定の(1)、 (2汚力瑶統合されて現行規定の(1涛•となり、 (2)号の内容が新設さ
れている。
(a)項では、以下の目的で故意にコンピュータ等にアクセスする者を処罰の対象としている。
目的として、 (1)号として、「虚偽又は詐欺的な表示、表現、契約という手段により、自己又は
他人に金銭、財産、サービスを得る目的」、 (2)号として、「(1)号の目的に限定されず、コンピュ
ータアウトプットを故意に虚偽のものとする目的」が規定されている。なお、 (a)項のアクセ
スの対象に「電話システム」「遠隔通信機器」という文言が追加されている。
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3. 2 第39-14-602条(b)項について
旧規定では(b)項が規定されていたが、現行規定では同項に号分けがなされている。旧規定の
(b)項と対応する部分は現行規定の(b)項(1)、(2)号であるから、 (3)、(4)号が新設規定といえる。
(b)項では、故意かつ無権限で次の行為をする者を処罰の対象としている。 (1)号として、アク
セスそれ自体、 (2汚。として、コンピュータ等の改変、毀損、破壊やその試み、 (3冴として、コ
ンピュータ等へのコンピュータ汚染菌の投与あるいはその原因となる行為、 (4)号として、シ
ステムハッカーに限らず、セキュリティ装置を変更する目的でのアクセスが規定されている。
なお、文言の追加として、 (1)号の「コンピュータ等」という文言、 (2)号の「コンピュータ
等に内部又は外部的に存在する」及ぴ「コンピュータの適切な運用の中断を引き起こす、ある
いはその原因となる」という文言が認められる。
3. 3 第39-14-602条(c)項について
本項に文言の変更はあるが前項の変更によるものであり、内容的な変更は認められない。
(a)項又は(b)項(2)号のいずれかに違反して獲得されたことを知りながら、その収益を自らが収
受、隠匿、使用、又は他人の収受、隠匿、使用を支援する行為、あるいは同等に書籍、記録、
文書、財産、金融証書、コンピュータソフトウェア、コンピュータプログラム、その他のもの
や財産を自らが収受、隠匿、使用、又は他人の収受、隠匿、使用を支援する者を処罰の対象と
している。なお、文言の追加は、「(2涛•」という部分である。
4 刑罰
刑罰規定も処罰規定と同様に、第39-14-602条に規定されている。現行規定では、 (a)項(1)、(2)
号、 (b)項(2涛、 (c)項を違反した場合は「第39-14-105条の刑罰に服する」と規定されている。ま
た、 (b)項(1)号、 (3)号、 (4)号はそれぞれ、「C級軽罪」「B級軽罪」 h級軽罪」と規定されている。
これらはすべて追加された文言である。
テキサス州 (TEXASSTATUTES AND CODES) 
テキサス州はコンピュータ犯罪関連法として、第31.01条「トレードシークレット窃盗
(Theft of Trade Secrets) *26」と、テキサス州刑法典第7編第33章にコンピュータ犯罪 (COM-
PUTER CRIME)の規定を有する。本稿では、「I」として後者の第33.01条から第33.05条まで
を、「I」として前者を検討する。
•26 テキサス州法のトレード・シークレット法については、加藤敏幸「合衆国における刑事
トレード・シークレット保護についてー州刑事法における企業秘密保護の諸態様ー」刑法雑
誌32巻1号109頁以下参照。
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第33.01条から第33.05条までの規定及び第31.01条は、 1985年に制定された。現行規定•'ZI とは
1997年改正等を経た1998年現在の条文をいい、旧規定•28はそれ以前の条文を指す*290
I 「コンピュータ犯罪」（第33.01条～第33.05条）
1 条文構成
現行規定では、第33.01条「定義」、第33.02条「コンピュータセキュリティの侵害 (Breach
of Computer Security)」、第33.03条「抗弁」、第33.04条「州司法長官の援助 (Assistanceby 
Attorney General)」、第33.05条「Renumberedas§33.04」となっている。第33.05条について
は、旧規定に規定されていた「有害なアクセス (HannfulAccess)」という条項が削除されて
いる関係である。なお、大幅な変更や追加が第33.01条及ぴ第33.02条に認められる。
2 定蘊規定
(1)項「アクセス」、 (2)項「総額 (Aggregateamount)」、 (3)項「一般通信事業者
Commumcations Common earner)」、 (4)項「コンヒュー タ」、 (5)項「コンピュータネットワー
ク」、 (6)項「コンピュータプログラム」、 (7)項「コンピュータサービス」、 (8)項「コンピュータ
システム」、 (9)項「コンピュータソフトウェア」、 (10)項「コンピュータウィルス」、 (1)項「デー
タ」、 (12)項「有効な承諾 (Effectiveconsent)」、 (13)項「電気公共事業体 (Electricutility)」、 (14)項
「有害」、 (15)項「所有者」、 (16)項「財産」が規定されている。このうち変更規定は(8)項、 (10)項、
(1り項であり、新規規定は(1)項、 (2)項、 (12)項、 (14)項、 (15)項、 (16)項である。
「アクセス」については、アクセス定義の基本型に対して、対象として、コンピュータ等に
合わせて「コンピュータシステム」が、又、行為については、「接近」「傍受」「変更」が追加
されている。なお、本項は先述の通り新規規定である。
2. 1 変更規定
(8)項でシステムに「コンピュータネットワーク」が、 (1)項でデータ形式に「光記憶媒体
(laser storage media)」が追加された以外に内容的変更はない。
2. 2 新規規定
(2)項については、 (A)号「窃盗又は犯罪により救済不可能とされた金銭、財産、サービスの価
•ri TEX .PENAL CODE§ §33.01 -.05 (1998)、及びrnx.PENAL CODE§31.05(1998) 
(LEXI嘩索）。
*28 原文AぷIN,App.-94、邦訳は「共訳（下）」 257頁以下参照。なお、「共訳（下）」では第
31.01条は省略。
*29 制定、改正年については、夏井• 前掲ホームページ「テキサス州」参照。
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値を含み被害者が直接又は間接的に負った損害」、 (B)号「コンピュータ等が犯罪により変更、
取得、毀損、削除、中断されなかったことを証明するために被害者が請求した経費」をいう。
(12)項については、「所有者の代理として法的に権限を付与された者による承諾を含む」とさ
れ、合わせて、 (A)号「第31.01条に定義された詐欺により誘発、又は威圧により誘発された承
諾」、 (B)号「所有者の代理として法的に権限を付与されていない、行為者とされている者によ
り与えられた承諾」、 (C)号「未成年、精神病、中毒という理由で、行為者によって正当な財産
の裁量権を行使できないとされる者により与えらた承諾」、 (D)号「単に犯罪の実行を認めるた
めに与えられた承諾」、 (E)号「本来与えられていた承諾とは別の目的で使われた承諾」は無効
であると規定している。
(14)項については、「部分的あるいはすべての蓄積データの変更、毀損、削除、コンピュータ
サービスの中断 (interruption)、コンピュータウィルスの投与、その他、行為者の行為の結果
として妥当に被るであろう損失、不利益、権利侵害」をいう。
(15)項については、 (A)号「法的であろうとなかろうと財産や財産の占有に対して正当な権利を
持つ、あるいは行為者よりも財産の占有に対して多大な権利を持つ者」、 (B)号「財産へのアク
セスを制限する権利を持つ者」、 (C)号「データ、コンピュータソフトウェアのライセンスを持
つ者」をいう。
(16)項については、 (A)号「コンピュータ、コンピュータシステム、コンピュータネットワーク、
コンピュータソフトウェア、データを含む、有体又は無体の個人財産」、 (B)号「コンピュータ、
コンピュータシステム、コンピュータネットワーク、コンピュータソフトウェア、データの使
用」をいう。
3 処罰行為及び刑罰
第33.02条にある処罰行為と刑罰を合わせて検討する。本条の現行規定は、旧規定の第33.02
条「コンピュータセキュリティの侵害」及び第33.03条「有害なアクセス (HarmfulAccess)」
が統合され、再構成されているものと思われる。
(a)項において、「所有者の有効な承諾なしに、故意に、コンピュータ等にアクセスする」こ
とを禁止し、 (b)項において、「アクセスにより故意に利益の獲得、人の欺岡、傷害、財産の改
変、毀損、削除がない場合はB級の軽罪」としている。それ故、ここでは無権限アクセスその
ものが処罰されている。
又、 (b)項には関係する総額によって、 (1)号において、「1,500ドル未満の場合はA級の軽罪」、
(2)号において、「州拘置所に収監される重罪 (astate jail felony)」であり、 (A)として、「1,500ド
ル以上20,000ドル未満の場合」、 (B)として、「1,500ドル未満で再犯の場合」、 (3)号において、
「20,000ドル以上100,000ドル未満の場合は3級の重罪」、 (4)号において、「100,000ドル以上
200,000ドル未満の場合は2級の重罪」、 (5)号において、「200,000ドル以上の場合は1級の重罪」
と規定されている。なお、 (c)項「空白」、 (d)項「本条と別条の訴追を受ける場合は、一方又は
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両方の下に訴追される」と規定されている。
][ 「トレードシークレット窃盗」（第31.05条）
1 条文構成
(a)項で定義、 (b)項で処罰行為、 (C)項で刑罰について規定されている。
2 定藻規定
(1涛「物品」、 (2)号「コピー 」、 (3)号「表現 (Representing)」、 (4)号「トレードシークレット」
が規定されている。
(1冴は「物体、物質、装置、又は書、記録、画、見本、標本、試作品、ひな型、写真、微生
物、青写真、地図を含め、その内容、コピー」をいう。 (2)号は「ファクシミリ、レプリカ、写
真、又は物品あるいは物品から作られたメモ、画、下書きのその他の再現」をいう。 (3)号は
「描写、包含、構成、映写、記録すること」をいう。 (4)号は「価値ある科学的、技術的情報、
デザイン、工程、手順、製法、活用のすべて又は何らかの部分で、限られた目的でアクセスす
るために、所有者が選出した者以外利用できないように所有者が基準を設けたもの」をいう。
3 処罰行為及び刑罰
(b)項において、所有者の有効な承諾のない、故意の、 (1涛• 「トレードシークレット窃盗行為」、
(2)号「トレードシークレットを表現している物品のコピーを作成する行為」、 (3)号「トレード
シークレットの通信、又は伝達行為」が禁止されている。また、 (c)項のおいて、「本条に基づ
＜犯罪は第3級の重罪」とされている。
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第五分担 ュタ州からワイオミング州まで（前川裕史）
ュタ州 (UTAHCODE ANNOTATED)• 1 
ュタ州におけるコンピュータ犯罪規定 (1979年制定後、 1986年改正、 1997年改正）は、ユタ
州の刑法 (UthaCode title 76)上、「コンピュータ犯罪法」 (chapter6 section 701: Computer 
Crimes Act)として規定されおり、改正による変更がなされている。
1 条文構成
本章における条文構成は、旧規定からの変更は認められず、 §76-6-701.「コンピュータ犯罪
法一略称」、 §76-6-702.「定義」、 §76-6-703.「コンピュータ犯罪及ぴ刑罰」、 §76-6-704.「検事
総長、地方検事長、地区検察官ー他の州で行われた行為」、 §76-6-705.「違反行為の報告」か
ら構成されている。
2 定義規定
2. 1 定義
本章における定義規定は§76-6-702.「定義」にて、 (1)「アクセス」、 (2)「権限の保有」、 (3)
「コンピュー タ」、 (4)「コンピュータ・システム」、 (5)「コンピュータ・ネットワーク」、 (6)「コ
ンピュー タ財産」、 (7)「機密」、 (8)「ライセンス」もしくは「資格」、 (9)「セキュリティ・シス
テム」、 (10)「サー ビス」、 (1)「金融手段」、 (12)「ソフトウェア」または「プログラム」につき規
定されている。
これらの定義のうち新設規定は、 (2)「権限の保有」、 (7)「機密」、 (8)「ライセンス」もしく
は「資格」、 (9)「セキュリティ・システム」であり、旧規定からの変更規定は、 (1)「金融手段」
である。
新設定義については次のとおりである、 (2)「権限の保有」とは、保有者、または、コンピュ
ータ、コンピュータ・システムもしくはコンピュータ・ネットワークに、同意もしくは許諾の
範囲内でアクセスすることの同意もしくは許諾を与える権限を保有者から授与された者の明示
もしくは黙示の同意もしくは許諾を有することを意味する。 (7)「機密」とは、データ、テキス
ト、または、コンピュータ財産であって、保有者もしくは管理者 (custodian)が、保有者も
しくは管理者の許可なしには他の者が利用できないようにしていると明確に証明できるセキュ
リティ・システムによって保護されたものを意味する。 (8)「ライセンス」もしくは「資格」は、
次のものを含む。 (a)政府によって与えられるライセンス、証明及び許諾、 (b)教育機関によって
＂旧規定は、 Arkin,App.-95、旧規定の邦訳は、「共訳（下）」 260頁以下法参照。現行規定は、
Utah Code Ann.§ §76-6-701. to -76-6-505参照 (LEXIS検索）。新規定の邦訳は、夏井•前掲
ホームページ参照。
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授与される学位、卒業資格及び年級、 (c)軍隊の序列、階級、勲章及び賞、 (d)組織及び宗教団体
における会員資格及び地位、 (e漕；察官としての証明、 (f順用報告書、並びに、 (g)その他、第三
者に対し直接に利益もしくは結果をもたらすであろう意思決定をする際に合理的な信頼を置か
れ得る人に関する記録またはデータ、 (9)「セキュリティ・システム」とは、コンピュータ、コ
ンピュータ・システム、コンピュータ・ネットワーク、または、コンピュータ財産であって、
暗号、パスワード保護、その他の強制的な認証、もしくは、権限を有しない者を排除するよう
に設計されたアクセス・コントロールのように、インプリメントされたアクセス・コントロー
ル・システムの形態を有するものを意味する。 旧規定からの変更規定である(1)「金融手段」
には、新たに「電子資金移動 (electronicfund transfer)」、「自動手形交換機構業務 (automat-
ed clearing house transaction)」の文言が挿入され、「小切手、手形、為替、定期預金証書、信
用状、為替手形、電子資金移動 (electronicfund transfer)、自動手形交換機構業務 (automat-
ed clearing house transaction)、クレジット・カード、市場性有価証券を含むが、これらに限
定されるわけではない。」と変更された。
2. 2 アクセスの定義”
本章における「アクセス」の定義において、「対象」については、基本形と差異がなく「コ
ンピュータ」、「コンピュータ・システム」、「コンピュータ・ネットワーク」、「なんらかの資源」
について定義されており、「行為」については、基本形である「命令」、「通信」、「その他の利
用」と基本形以外である「使用 (use)」、「使用を試み (attemptto use)」、「インプット (input)」、
「アウトプット (output)」につき定義がなされている。
3 処罰行為
本章においては、 §76-6-703.「コンピュータ犯罪及ぴ処罰」に処罰行為が規定されおり、 (1)
(2X3X4X5)の規定に変更がなされている。
各項の変更は次のとおりである、 (1)に、「これらの行為によって、第三者に損害を与える者、
または、金銭、財産、情報、もしくは、その者にとって法的権利のない利益を入手する者は、
(and thereby causes damage to another, or obtains money, property, information, or a benefit for 
any person without legal right, is guilty of:)」という規定が挿入された。 (2)の「無権限アクセス」
そのものを処罰する規定及び(4)の規定に「故意に (knowingly)」が挿入された。 (3)の旧規定か
ら「第2級の重罪で有罪とする」規定が削除され、「76-10-1801条(1)項に定める等級に従い、金
•2 「アクセス」に関しては、「対象」と「行為」について明確にしておきたい。その際の基本
形として「対象」は、「コンピュータ」、「コンピュータ・システム」、「コンピュータ・ネット
ワーク」、「何らかの資源 (anyresources)」とし、「行為」については、「命令 (instruct)」、
「通信 (communicatewith)」、「記憶 (storedate in)」、「検索 (retrievedata from)」「その以外
の利用 (otherwisemake use of)」とする。
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銭、財産、サービス、その他の有価物の価額に基づく犯罪として有罪である。 (isguilty of an 
offense based on the value of the money, property, services, or things of value, in the degree set 
forth in Subsection 76-10-1801(1)」が挿入された。 (5)の旧規定は(1)に取り込まれたため削除され、
新たに「当該の者がそのセキュリティを保護する権限もしくは資格を有するコンピュータ、コ
ンピュータ・ネットワーク、コンピュータ財産、コンピュータ・システムについて、過去に試
みられ、もしくは、実際になされたセキュリティ侵害に対応すべく、それに対する防御措置を
講ずる目的で、または、それを調査する目的で、アクセスを獲得し、または、アクセスの獲得
を試みたこと、そして、試みられ、もしくは、獲得されたアクセスは、これらの目的のために
合理的に必要な範囲内にある場合には、そのことをもって、 (1)項及び(2)項に対する有効な抗弁
とすることができる。」とする規定が設けられた。ここでは、「無権限アクセス」それ自体が処
罰されるようになった。
4 刑罰
本章においては、 §76-6-703.「コンピュータ犯罪及び刑罰」 (1X2X3X4)において刑罰が規定さ
れている。 (1)に大幅な変更がなされた。 (1)の「第3級の重罪で有罪とする」が削除され、新た
に(aXbXcXdXe)が規定された。 (a)その者が、 (i)損害の額、または、獲得され、もしくは、獲得
されようとした金銭、財産、もしくは、利益の額が300ドル以下である場合、あるいは、 (i)
獲得された情報が機密でない場合には、クラスBの軽罪として、 (b瀬員害の額、または、獲得さ
れ、もしくは、獲得されようとした金銭、財産、もしくは、利益の額が300ドルを超過し、
1,000ドル以下の場合には、クラスAの軽罪として、 (c)損害の額、または、獲得され、もしく
は、獲得されようとした金銭、財産、もしくは、利益の額が1,000ドルを超過し、 5,000ドル以
下の場合には、第3級の重罪として、 (d)損害の額、または、獲得され、もしくは、獲得されよ
うとした金銭、財産、もしくは、利益の額が5,000ドルを超過する場合には、第2級の重罪と
して、並びに、 (e)もし、 (i)獲得され、もしくは、獲得されようとした財産もしくは利益がラ
イセンスまたは資格である場合、 (i)損害が、第三者に対するライセンスまたは資格である
場合、 (ii)獲得された情報が機密である場合、あるいは、 (iv)アクセスを獲得する際に、セ
キュリティ・システムを侵害し、または、破壊している場合、には、第3級の重罪として、そ
れぞれ有罪である。
5 その他
§76-6-705. 「違反行為の報告」において、「§76-6-703の規定違反行為がある、もしくは、あ
ったと信ずべき合理的な根拠を有する者は、違反の容疑を報告をしなければならない。」とい
う報告義務が規定されている。
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ヴァージニア州 (CODEOF VIRGINIA) * 3
このヴァージニア州コンピュータ犯罪法 (VirginiaComputer Crimes Act)は、 1985年に立法
された後の法改正を踏まえた1998年の条文に基づくものであり、旧規定に部分的な変更が加え
られている。
1 条文構成
本章における条文構成は、旧規定からの変更は認められず、 §18.2-152.1.「略称」、 §18.2-
152.2. 「定義」、 §18.2-152.3.「コンピュー タ詐欺」、 §18.2-152.4.「コンピュー タ侵入」、 §18.2-
152.5. 「コンピュータを使用したプライバシー侵害」、 §18.2-152.6.「コンピュータ・サービス
の窃盗」、 §18.2-152.7.「コンピュータによる人的侵入」、 §18.2-152.8.「横領罪の可能な財産」、
§18.2-152.9. 「訴追制限」、 §18.2-152.10.「訴追管轄」、 §18.2-152.11.「本章の非排他性」、§
18.2-152.12. 「民事救済：損害賠償」、 §18.2-152.13.「分離条項」、 §18.2-152.14.「偽造文書とし
てのコンピュータ」から構成されている。
2 定義規定
本章における定義規定は、旧規定からの変更は認められず§18.2-152.2.「定義」にて、「コン
ピュータ」、「コンピュータ・データ」、「コンピュータ・ネットワーク」、「コンピュータの操作
(operation)」、「コンピュータ・プログラム」、「コンピュータ・サービス」、「コンピュータ・
ソフトウェア」、「金融証書」、「所有者」、「人」、「財産」、「コンピュータまたはコンピュータ・
ネットワークを使用」する、「無権限で」につき規定されている。
3 処罰行為
本章においては、 §18.2-152.3.「コンピュー タ詐欺」、 §18.2-152.4.「コンピュー タ侵入」、
§18.2-152.5. 「コンピュータを使用したプライバシー侵害」、 §18.2-152.6. 「コンピュータ・
サー ビスの窃盗」、 §18.2-152.7.「コンピュータによる人的侵入」、 §18.2-152.8.「横領の可能な
財産」に処罰行為が規定されている。
現行規定§18.2-152.4.「コンピュータ侵入：刑罰 (penalty)」に変更が認められ、その他の規
定については旧規定からの変更は認められなかった。
変更は、 §18.2-152.4.「コンピュータ侵入：刑罰 (penalty)」において、表題に「刑罰 (penal—
ty)」の挿入、 Aから「Anyperson」が削除され「コンピュータ侵入の罪により有罪である (A
”旧規定は、 Arkin,App. ー97、旧規定の邦訳は、「共訳（下）」 262頁以下、参照。現行規定は、
Va.Code Ann. § §182-152.3. to -505参照 (LEXI~食索）。
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person shall be guilty of the crime of computer trespass if he uses)」の挿入、 Alに「停止させ、
その他使用不可能にする (haltor otherwise disable)」という文言が挿入された。また新たに
「B.」が規定された。
変更された§18.2-152.4.「コンピュータ侵入：刑罰 (penalty)」は次の通りである。
§18.2-152.4. 「コンピュータ侵入：刑罰 (penalty)」
A 次のいずれかの目的で、無権限で、コンピュータまたはコンピュータ・ネットワークを
使用する者は、コンピュータ侵入の罪により有罪である (Aperson shall be guilty of the crime 
of computer trespass if he uses)。
1. コンピュータもしくはコンピュータ・ネットワークから、コンピュータ・データ、コンピ
ュータ・プログラムまたはコンピュータ・ソフトウェアを、一時的もしくは永久的に移動させ、
停止 (halt) させ、その他使用不能 (otherwisedisable)にすること、 2.その不調がどれ＜
らいの期間続くかを問わず、コンピュータに不調を起こさせること、 3.コンピュータ・デー
タ、コンピュータ・プログラムまたはコンピュータ・ソフトウェアを改変または削除すること、
4. 金融手段または資金の電子移動の発生・変更に影響を与えること、 5.他人の財産に対し
物理的な損害を発生させること、 6.コ‘／ヒュータもしくはコンピュータ・ネットワークの中
にある、もしくは、これらと通信接続されている、もしくは、これらによって作成された、印
刷され、もしくは、電子化されたすべてのコンビュータ・データ、コンピュータ・プログラム
またはコンピュータ・ソフトウェア（これらに限定されるわけではない。）を含め、あらゆる
形態の無権限コピーを作成し、または、無権限コピーが作成されるようにすること。
B. 本条の規定は、コンピュータ、コンピュータ・データ、コンピュータ・ネットワーク、コ
ンピュータの操作 (operation)、コンピュータ・プログラム、コンピュータ・サービス、もし
くは、コンピュータ・ソフトウェアに関連する契約もしくはライセンスの期間もしくは契約条
件に干渉し、または、規制を加えるものと解釈してはならない。
ここでは、上記の目的での無権限使用を処罰する。
4 刑罰
本章においては、 §18.2-152.3.「コンビュー タ詐欺」、 §18.2-152.4.「コンピュータ侵入」、§
18.2-152.5. 「コンピュータを使用したプライバシー侵害」、 §18.2-152.6. 「コンピュータ・サ
ービスの窃盗」、 §18.2-152.7.「コンピュータによる人的侵入」、に刑罰が規定されており、§
18.2-152.4. 「コンピュータ侵入」に変更がなされている。
§18.2-152.4. 「コンピュータ侵入」 6.において、「コンピュータ侵入の罪で有罪とし、第1級
の軽罪として処罰される (shallbe guilty of the crime of computer trespass.which shall be pun-
ishable as a Class 1 misdemeanor.)」が削除され、独立した規定「Computertrespass~ as a 
Class 6 felony.」となり、「コンピュータ侵入は、第1級の軽罪として処罰される。」という条
文に続き新たに「過失により本条違反の行為の結果に対する認識を欠いた結果、他人の財産に
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対して2,500ドル以上の損害をもたらしたときは、第 1級の軽罪として処罰される。」、「本条違
反の故意による行為の結果、他人の財産に対して2,500ドル以上の損害をもたらしたときは、
クラス 6の重罪として処罰される。」という2つの刑罰が規定されている。
5 その他
本章においては、 §18.2-152.9.「訴追制限」、 §18.2-152.10.「訴追管轄」、 §18.2-152.11.「本
章の非排他性」、 §18.2-152.12.「民事救済：損害賠償」 *4、§18.2-152.13.「分離条項」、 §18.2-
152.14. 「偽造文書としてのコンピュータ」、が規定されている。
ワシントン州 (ANNOTATEDREVISED CODE OF WASHINGTON) * 5
ワシントン州におけるコンピュータ犯罪規定は、ワシントン州の刑法 (TheRevised Codes 
of Washington : RCW)上、 title9,title 9aに規定されており、改正はなされていない。
1 条文構成
本章における条文構成は、旧規定からの変更は認められず、 §9A48.100.悪意の危害ー「物
理的毀損」、 §9A52.110.「第 1級のコンピュータ侵入」、 §9A52.120.「第2級のコンピュータ
侵入」、 §9A52.130.「コンピュータ侵入ー他の犯罪にも該当するとき」から構成されている。
2 定蘊規定
2. 1 定義
本章における定義規定は、旧規定からの変更は認められず§9A48.100.にて、「物理的毀損」
について定義されている。その他の犯罪規定の定義である §9.26A.100.「定義」“にて、 (1)
「アクセス装置 (Accessdevice)」、 (2)「コンピュータ (Computer)」、 (3)「コンピュータ侵入
(Computer trespass)」、 (4)「クレジットカード番号 (Creditcard number)」、 (5)「公表
(Publish)」、 (6)「通信 (Telecommunications)」、 (8)「通信装置 (Telecommunicationsdevice)」、
•4§18.2-152.12. 「民事救済：損害賠償」 Bにおいて、「B.本条に基づいて提起された訴訟のい
ずれかの当事者から申立があったときは、裁判所は、決定をもって、同じ行為もしくは類似
行為が他人によって繰り返される可能性を排除し、かつ、当事者のトレード・シークレット
を保護するためr-、コンヒュータ、コンピュータ・ネットワーク、コンピュータ・データ、
コンピュータ・プログラム及びコンピュータ・ソフトウェアの機密性及ぴ安全性を保護する
ための方法としてのすべての法的手段を講ずることができる。」として「トレード・シークレ
ットを保護するための法的手段」について規定されている。
“旧規定は、 Arkin,App.ー103、旧規定の邦訳は、「共訳（下）」 268頁以下、参照。現行規定は、
Rev.Code.Wash. § §9A48.100. § §9A52.110. § §9A52.120. § §9A52.130参照 (LEXI~食索）。
“今回旧刑法との比較検討が出来なかった。
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§9A52.010. 「定義」 •7 にて、 (2) 「侵入 (Enter) 」、 (4) 「データ (Data) 」、 (5) 「コンピュー
タ・プログラム (Computerprogram)」、 (6)「アクセス (Access)」、 §9A56.010.「定義」”に
て、 (3)「アクセス装置 (Accessdevice)」、 (5)「奪う (Deprive)」、 (15)「通信装置
(Telecommunications device)」、 (16)「通信サービス (Telecommunicationsservice)」といった
コンピュータ犯罪規定に関連する定義規定がおかれている。
2. 2 「アクセス」の定義*9 *10 
本章における「アクセス」の定義において「対象」は、基本形である「コンピュータ」、「他
人のコンピュータ・システム」と、基本形以外である「他人の電子的データ・ベース (elec-
tronic data base)」が「対象」とされており、さらに「政府機関によって保守管理されるコン
ヒュータ・システムもしくはデータ ベ ( ・ スー acomputer or data base m皿1tainedby a govern-
ment agency) * 1」が「対象」とされている。「行為」 *12は、基本形である「命令」、「通信」、
「記億」、「検索」、「その他の利用」と基本形以外である「接近 (approach)」、が規定されてい
る。
3 処罰行為
3. 1 処罰規定
本章においては、 §9A48.100悪意の危害ー「物理的毀損」 §9A52.110.「第 1級のコンピュ
ータ侵入 (Computertrespass in the first degree)」、 §9A52.120.「第2級のコンピュータ侵入
(Computer trespass in the second degree)」、 §9A52.130.「コンピュータ侵入ー他の犯罪にも
該当するとき」に処罰行為が規定されている。
3. 2 不正アクセス
§9A52.110. 第1級のコンピュータ侵入の(1)項、 §9A52.120.第2級のコンピュータ侵入の(1)
項において、「無権限で、故意に、他人のコンピュータ・システムもしくは電子データベース
へのアクセスを獲得する者」として「不正アクセス」に対する処罰規定が設けられている。
”今回旧刑法との比較検討が出来なかった。
”今回旧刑法との比較検討が出来なかった。
” 「アクセス」に関しては、「対象」と「行為」について明確にしておきたい。その際の基本
形として「対象」は、「コンピュータ」、「コンピュータ・システム」、「コンピュータ・ネット
ワーク」、「何らかの資源 (anyresources)」とし、「行為」については、「命令 (instruct)」、
「通信 (communicatewith)」、「記憶 (storedate in)」、「検索 (retrievedata from)」「その以外
の利用 (otherwisemake use of)」とする。
● 10§9A52.010.(6), §9A52.120参照
•11§9A52.110.(1Xb)参照
•12§9A52.010.(6)参照
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4 刑罰
第1級のコンピュータ侵入罪では、犯罪目的でのアクセスや州政府機関のコンピュータやデ
ータベースに対して行われる無権限アクセスが処罰され、クラスCの重罪である。第2級のコ
ンピュータ侵入罪では、第1級以外の、無権限アクセスそのものが処罰されており、重大な軽
罪 (grossmisdemeanor)である。
5 その他
§9A52.130. では、「コンピュータ侵入ー他の犯罪にも該当するとき」として、「コンピュー
夕侵入の罪を犯すにあたって、同時に他の犯罪にも該当する行為を行った者は、コンピュータ
侵入ならぴに当該犯罪によっても処罰され、また、それぞれ別個に訴追されうる。」と規定が
定められている。
ウエスト・ヴァージニア州 (WESTVIRGINIA CODE ANNOTATED)•13 
ウェスト・ヴァージニア州におけるコンピュータ犯罪規定は、ウエスト・ヴァージニア州の
刑法典 (WestVirginia Code : chapter 61) の一部である「コンピュータ犯罪及び濫用法」 (arti—
cle 3C) (1989年立法）に規定されている。なお、これまで紹介されていなかったが、包括的
な処罰規定を有している。
1 条文構成
本章における条文は、 §61-3C-2.「略称 (Shorttitle)」、 §61-3C-2.「議会の決議 (Legislative
findings)」、 §61-3C-3.「定義 (Definitions)」、 §61-3C-4.「コンピュータ詐欺 (Computerfraud)」、
§61-3C-5. 「コンピュータ・サービスヘの無権限アクセス (Unauthorizedaccess to computer 
services)」、 §61-3C-6.「コンビュータデータもしくはプログラムの無権限入手 (Unauthorized
possession of computer data or programs)」、 §61-3C-7.「コンピュータ装置の改変、破壊等
(Alteration, destruction, etc., of computer equipment)」、 §61-3C-8.「コンピュータ・サービス
の妨害 (Disruptionof computer services)」、 §61-3C-9.「コンピュータ情報等の無権限入手
(Unauthorized possession of computer infonnation, etc)」、 §61-3C-10.「コンピュータ・セキュ
リティ情報の開示 (Disclosureof computer security infonnation)」、 §61-3C-ll.「公的機密情
報の入手 (Obtainingconfidential public infonnation)」、 §61-3C-12.「コンピュータによるプラ
イバシー侵害 (Computerinvasion of privacy)」、 §61-3C-13.「アクセス装置を使用した詐欺及
び関連行為 (Fraudand related activity in connection with access)」、 §61-3C-14.「公共の安全
•13現行規定は、 W.VaCode§ §61-3C-2. to ? §61-3C-21. 参照 (IBXI~寅索）。規定の邦訳は、夏
井・前掲ホームページ参照。
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を危険にさらす行為 (Endangeringpublic safety)」、 §61-3C-15.「文書偽造の手段としてのコ
ンピュータ (Computeras instrument of forgery)」、 §61-3C-16.「民事訴訟；損害賠償金 (Civil
relief; damages)」、 §61-3C-17.「刑事訴追に対する抗弁 (Defensesto criminal prosecution)」、
§61-3C-18. 「犯罪行為地 (Venue)」、 §61-3C-19.「他の刑罰規定に基づく起訴の許容
(Prosecution under other criminal statutes not prohibited)」、 §61-3C-20.「人的裁判管轄権
(Personal jurisdiction)」、 §61-3C-21.「分離可能性 (Severability.)」、から構成されている。
2 定義規定
2. 1 定義
本章における定義は§61-3C-3.「定義」にて、 (a)「アクセス」、 (b)「権限」、 (c)「コンピュー
タ」、 (d)「コンピュータ・データ」、 (e)「コンピュータ・ネットワーク」、 (f)「コンピュータ運
用」、 (g)「コンピュータ・プログラム」、 (h)「コンピュータ・ソフトウェア」、 (i)「コンピュー
タ・サー ビス」、 (i)「コンピュータ・サプライ」、 (k)「コンピュータ・リソース」、 (I)「保有者」、
(m) 「人」、 (n) 「財産」•14、(o)「価額」、 (P)「金融手段」、 (q)「財産価額もしくはコンピュータ・
サービス」、につき規定されている。
2. 2 「アクセス」の定義*15
本章における「アクセス」の定義において「対象」は、基本形である「コンピュータ」、「コ
ンピュータ・ネットワーク」と基本形以外である「コンピュータ・プログラム (computer
program)」、「コンピュータ・ソフトウェア (computersoftware)」、「コンピュータ・データ
(computer data)」、「その他これらの中にある資源 (othercomputer resources)」であり、「行
為」は、基本形である「命令」、「通信」、「記憶」、「検索」、「その他の利用」と基本形以外であ
る「取り出し (interceptdata from)」につき定義がなされている。
3 処罰行為
3. 1 処罰規定
本章においては、 §61-3C-4.「コンピュー タ詐欺」、 §61-3C-5.「コンピュータ・サービスへ
● 14 (n)「財産」 (iv)にて「財産の範囲」を「人間によって記憶される金融手段、コンピュー
タ・データ、コンピュータ・プログラム、コンピュータ・ソフトウェア及ぴ他のすべての個
人財産
」とまで範囲を広げ、産業スパイ対策を講じている。
•1s 「アクセス」に関しては、「対象」と「行為」について明確にしておきたい。その際の基本
形として「対象」は、「コンピュータ」、「コンピュータ・システム」、「コンピュータ・ネット
ワーク」、「何らかの資源 (anyresources)」とし、「行為」については、「命令 (instruct)」、
「通信 (communicatewith)」、「記憶 (storedate in)」、「検索 (retrievedata from)」「その以外
の利用 (otherwisemake use of)」とする。
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の無権限アクセス」、 §61-3C-6.「コンピュータデータもしくはプログラムの無権限入手」、§
61-3C-7. 「コンピュータ装置の改変、破壊等」、 §61-3C-8.「コンピュータ・サービスの妨害」、
§61-3C-9. 「コンピュータ情報等の無権限入手」、 §61-3C-10.「コンピュータ・セキュリティ情
報の開示」、 §61-3C-ll.「公的機密情報の入手」、 §61-3C-12.「コンピュータによるプライバシ
侵ー害」、 §61-3C-13.「アクセス装置を使用した詐欺及び関連行為」、 §61-3C-14.「公共の安全
を危険にさらす行為」、 §61-3C-15.「文書偽造の手段としてのコンピュータ」、に処罰行為が規
定されており、包括的な処罰がなされているので、以下詳説する。
3. 2 コンピュータ詐欺 (§61-3C-4.)
コンピュータ詐欺では、 (a)にて「故意に、 (1)詐欺の計画、実行、または(2)欺岡手段による金
銭、財産もしくはサービスの取得を目的として、直接・間接に、コンピュータ、コンピュー
タ・サービスもしくはコンピュータ・ネットワークにアクセスし、または、アクセスされるよ
うにする者」、また(b)にて「故意に、無権限で、直接・間接に、州によって保有されるコンピ
ュータ内に記憶されたデータにアクセスし、アクセスを試み、または、アクセスされるように
する者」を処罰する。
3. 3 コンピュータ・サービスヘの無権限アクセス (§61-3C-5.)
コンピュータ・サービスヘの無権限アクセスでは、「コンピュータ・サービスを獲得する目
的で、故意に、無権限で、直接・間接に、コンピュータ、もしくは、コンピュータ・ネットワ
ークにアクセスし、または、アクセスされるようにする者」の処罰を目的としており、ここで
は無権限アクセスそのものが処罰されている。
3. 4 コンピュータデータもしくはプログラムの無権限入手 (§61-3C-6.)
コンピュータデータもしくはプログラムの無権限入手では、 (a)にて「故意に、無権限で、
他人が権利を有し5,000ドル以上の価額のコンピュータ・データ、もしくは、コンピュータ・
プログラムを入手する者」、また(b)にて「故意に、無権限で、他人が権利を有し5,000ドル未満
の価額のコンピュータ・データ、もしくは、コンピュータ・プログラムを入手する者」を処罰
する。
3. 5 コンピュータ綾置の改変、破壊等 (§61-3C-7.)
コンピュータ装置の改変、破壊等では、「故意に、無権限で、直接・間接に、コンピュータ、
コンピュータ・ネットワーク、コンピュータ・ソフトウェア、コンピュータ・リソース、コン
ピュータ・プログラム、もしくは、コンピュータ・データを不正操作し、削除し、改変し、毀
損し、破壊し、または、これらの不正操作、削除、改変、毀損もしくは破壊を試みる者」を処
罰する。
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3. 6 コンピュータ・サービスの妨害 (§61-3C-8.)
コンピュータ・サービスの妨害では、「故意に、無権限で、直接・間接に、コンピューク・
サービスを妨害もしくは劣化させ、または、妨害もしくは劣化してしまうようにする者、コン
ピュータ・サービスの権限を有する受領者もしくはユーザに対するコンピュータ・サービスの
提供を妨げ、または、妨げられるようにする者」を処罰する。
3. 7 コンピュータ情報等の無権限入手 (§61-3C-9.)
コンピュータ情報等の無権限入手では、「故意に、無権限で、それが本編の条項違反行為に
よって入手されたものであることを知りながら、または、そのことを合理的に知ることができ
るにもかかわらず、コンピュータ・データ、コンピュータ・ソフトウェア、コンピュータ・サ
プライ、もしくは、コンピュータ・プログラムを入手する者」を処罰する。
3. 8 コンピュータ・セキュリティ情報の開示 (§61-3C-10.)
コンピュータ・セキュリティ情報の開示では、「故意に、無権限で、他人に対し、パスワー
ド、識別コード、個人識別番号、コンピュータ・セキュリティ・システムに関するその他の機
密情報を開示する者」を処罰する。
3. 9 公的機密情報の入手 (§61-3C-11.)
公的機密情報の入手では、「故意に、無権限で、コンピュータ、もしくは、コンピュータ・
ネットワークにアクセスし、または、アクセスされるようにし、そして、誰かによって州、郡
もしくは市当局に保管されており、かつ、法律の規定によって機密にしておくことが求められ
ている情報を入手する者」を処罰する。
3. 1 0 コンピュータによるプライバシー侵害 (§61-3C-12.)
コンピュータによるプライバシー侵害では、「故意に、無権限で、コンピュータ、もしくは、
コンピュータ・ネットワークにアクセスし、そして、表示された情報を見る権限を有しないこ
とを知り、または、合理的に知るべきである時以降になっても、他人の労働、給料、信用、そ
の他の金融情報もしくは個人情報を調査する者」を処罰する。
3. 1 1 アクセス装置を使用した詐欺及び関連行為 (§61-3C-13.)
アクセス装置を使用した詐欺及び関連行為では、 (b)にて「故意に、偽造アクセス装置もしく
は無権限アクセス装置を所持する者」、 (c)にて「故意に、詐欺の目的で、偽造アクセス装置、
もしくは、無権限アクセス装置を所持する者、または、故意に、詐欺の目的で、偽造アクセス
装置、もしくは、無権限アクセス装置を使用し、作成し、もしくは、移転する者」を処罰す
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る。
3. 1 2 公共の安全を危険にさらす行為 (§61-3C-14.)
公共の安全を危険にさらす行為では、「コンピュータもしくはコンピュータ・ネットワーク
にアクセスし、そして、故意に、無権限で、 (a)私的サービスもしくは公共サービスの提供を中
断もしくは妨害し、 (b)医療サービスの提供を中断もしくは妨害し、または、 (c)州、郡もしくは
地方公共団体の政府機関によるサービス、公共運送サービス、もしくは、公共通信サービスの
提供を中断もしくは妨害し、その他公共の安全を危険にさらす者」を処罰する。
3. 1 3 文書偽造の手段としてのコンピュータ (§61-3C-15.)
文書偽造の手段としてのコンピュータでは、「コンピュータもしくはコンピュータ・ネット
ワーク内にあるコンピュータ・データの作成、変造もしくは削除が、もし、それが有形の文書
もしくは手段についてなされたならば、本法典の§61-4C-5.の文書偽造を構成するのであれば、
これらもまた文書偽造とみなされる。違反者によって直接に作成されもしくは変造された有形
の文書が存在しないということは、もし、有形の文書もしくは手段の代わりに、コンピュー
タ・データの作成、変造もしくは削除がその犯罪に含まれるのであれば、 §61-4C-5.に規定す
る犯罪に対する有効な抗弁とすることができない。」と規定する。
4 刑罰
4. 1 コンビュータ詐欺 (§61-3C-4.)
コンピュータ詐欺の罪を犯した者のうち、 (a)の罪を犯した者は、重罪として有罪であり、そ
の有罪判決に基づき、 10,000ドル以下の罰金もしくは10年以下の拘禁刑、または、罰金刑及び
拘禁刑の両方の刑に処せられる。また(b)の罪を犯した者は、重罪として有罪であり、その有罪
判決に基づき、 5,000ドル以下の罰金もしくは5年以下の拘禁刑、または、罰金刑及び拘禁刑
の両方の刑に処せられる。
4. 2 コンピュータ・サーピスヘの無権限アクセス (§61-3C-5.)
コンピュータ・サービスヘの無権限アクセスの罪を犯した者は、軽罪として有罪であり、そ
の有罪判決に基づき、 200ドル以上1,000ドル以下の罰金、もしくは、 1年以下の郡刑務所内拘
禁 (confinedin the county jail)、または、その両方の刑に処せられる。
4. 3 コンピュータデータもしくはプログラムの無権限入手 (§61-3C-6.)
コンピュータデータもしくはプログラムの無権限入手の罪を犯した者のうち、 (a)の罪を犯し
た者は、重罪として有罪であり、その有罪判決に基づき、 10,000ドル以下の罰金、もしくは、
10年以下の拘禁、または、その両方の刑に処せられる。また(b)の罪を犯した者は、軽罪として
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有罪であり、その有罪判決に基づき、 1,000ドル以下の罰金、もしくは、 1年以下の郡刑務所
内拘禁、または、その両方の刑に処せられる。
4. 4 コンピュータ装置の改変、破壊等 (§61-3C-7.)
コンピュータ装置の改変、破壊等の罪を犯した者は、重罪として有罪であり、その有罪判決
に基づき、 10,000ドル以下の罰金、もしくは、 10年以下の拘禁刑、または、その両方の刑、あ
るいは、裁判所の裁量によって、 200ドル以上1,000ドル以下の罰金及び1年以下の郡刑務所内
拘禁の刑に処せられる。
4. 5 コンピュータ・サービスの妨害 (§61-3C-8.)
コンピュータ・サービスの妨害の罪を犯した者は、軽罪として有罪であり、その有罪判決に
基づき、 200ドル以上1,000ドル以下の罰金、もしくは、 1年以下の郡刑務所内拘禁、または、
その両方の刑に処せられる。
4. 6 コンピュータ情報等の無権限入手 (§61-3C-9.)
コンピュータ情報等の無権限入手の罪を犯した者は、軽罪として有罪であり、その有罪判決
に基づき、 200ドル以上1,000ドル以下の罰金もしくは 1年以下の郡刑務所内拘禁、または、そ
の両方の刑に処せられる。
4. 7 コンピュータ・セキュリティ情報の開示 (§61-3C-1O.) 
コンピュータ・セキュリティ情報の開示の罪を犯した者は、軽罪として有罪であり、その有
罪判決に基づき、 500ドル以下の罰金、もしくは、 6月以下の郡刑務所内拘禁、または、その両
方の刑に処せられる。
4. 8 公的機密情報の入手 (§61-3C-11.)
公的機密情報の入手の罪を犯した者は、軽罪として有罪であり、その有罪判決に基づき、
500ドル以下の罰金、もしくは、 6月以下の郡刑務所内拘禁、または、その両方の刑に処せられ
る。
4. 9 コンピュータによるプライバシー侵害 (§61-3C-12.)
コンピュータによるプライバシー侵害の罪を犯した者は、軽罪として有罪であり、その有罪
判決に基づき、 500ドル以下の罰金、もしくは、 6月以下の郡刑務所内拘禁、または、その両方
の刑に処せられる。
4. 1 0 アクセス装置を使用した詐欺及び関連行為 (§61-3C-13.)
-349-
アクセス装置を使用した詐欺及び関連行為の罪を犯した者のうち、 (b)の罪を犯した者は、軽
罪として有罪であり、その有罪判決に基づき、 1,000ドル以下の罰金、もしくは、 6月以下の郡
刑務所内拘禁、または、その両方の刑に処せられる。また(c)の罪を犯した者は、重罪として有
罪であり、その有罪判決に基づき、 10,000ドル以下の罰金、もしくは、 10年以下の拘禁刑、ま
たは、その両方の刑に処せられる。
4. 1 1 公共の安全を危険にさらす行為 (§61-3C-14.)
公共の安全を危険にさらす行為の罪を犯した者は、重罪として有罪であり、その有罪判決に
基づき、 50,000ドル以下の罰金もしくは20年以下の拘禁刑、または、その両方の刑に処せられ
る。
5 その他
5. 1 「トレード・シークレット」に関する規定
§61-3C-16. 民事訴訟；損害賠償金(b)において、「本条に基づいて提起された民事訴訟のいず
れかの当事者からの申立があるときは、裁判所は、その自由裁量で、第三者によって同種もし
くは類似の行為が繰り返されることを防止し、または、トレード・シークレット、もしくは、
個人の機密情報を保護するためr-、コノヒュータ・ネットワーク、コンピュータ・データ、コ
ンピュータ・プログラム、もしくは、コンピュータ・ソフトウェアの秘密性と安全性を確保す
るためのすべての法的手続きをとる権限を有する。」とする「トレード・シークレット」に関
する規定が定められている。
5. 2 「トレード・シークレット」の定義
本章において、「トレード・シークレット」は、「科学情報、技術情報、デザイン、プロセス、
手順、形式もしくは改良の全部または一部であって、秘密であって、価額を有するものを意味
する。限定された目的のために、その保有者によって、それへのアクセスの権限を与えられた
者以外の者によって利用可能になることを妨げる措置が保有者によって講じられている場合に
は、そのトレード・シークレットは、秘密であると推定される。」と規定されている。
ウィスコンシン州 (WISCONSINSTATUTES)拿18
ウィスコンシン州におけるコンピュータ犯罪規定はウィスコンシン州の刑法 (Wisconsins-
tatutes chapter 939-951 : Criminal Code)の一部である「コンピュータ犯罪法」 (chapter943 : 
＊“旧規定は、 Arkin,App.ー104.規定の邦訳は、「共訳（下）」 269頁以下参照。現行規定は、 WIS.
STAT. § §943-70参照 (LEXIS検索）。
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criminal violation)に規定されており、刑罰規定中に一部変更がなされている。
1 条文構成
本章において条文構成は、旧規定からの変更は認められず§943.70.コンピュータ犯罪(1)「定
義」、 (2)「コンピュータ・データ及びコンビュータ・プログラムに対する犯罪」、 (3)「コンピュ
ータ、コンピュータ装置またはコンピュータ・サプライに対する犯罪」、 (4)「コンピュータの
使用制限」、 (5)「差止命令による救済」、から構成されている。
2 定義規定
2. 1 定義
本章における定義規定は、旧規定からの変更は認められず、 §943.70.コンピュータ犯罪(1)
「定義」にて、 (a)「コンピュー タ」、 (b)「コンピュータ・ネットワーク」、 (c)「コンピュータ・
プログラム」、 (d)「コンビュータ・ソフトウェア」、 (dm)「コンピュータ・サプライ」、 (e)「コ
ンピュータ・システム」、 (f)「デー タ」、 (g) 「金融手段」、 (h)「財産」、 (i)「サポート文書」に
つき定義されている。
2. 2 「アクセス」の「定義」 •11
本章「定義」において「アクセス」は定義されておらず処罰行為中 •isに「アクセス」の「対
象」として基本形以外である「データ」、「コンピュータ・プログラム」、「運用支援文書 (sup-
porting documentation)」が挙げられている。
3 処罰行為
本章においては、 §943.70.(ZXa)「コンピュータ・データ及びコンピュータ・プログラムに対
する犯罪」、 (3Xa)「コンピュータ、コンピュータ装置またはコンピュータ・サプライに対する
犯罪」、に次のような処罰行為が規定されており、旧規定からの変更は認められなかった。
(2)「コンピュータ・データ及びコンピュータ・プログラムに対する犯罪」として、 (a)故意に、
無権限で、次のことのいずれかの行為をした者を処罰する。 1.データ、コンビュータ・プロ
グラムまたはサポート文書の変更、 2.データ、コンピュータ・プログラムまたはサポート文
書の破壊、 3.データ、コンピュータプログラムまたはサポート文書へのアクセス、 4.デー タ、
＂「アクセス」に関しては、「対象」と「行為」について明確にしておきたい。その際の基本
形として「対象」は、「コンピュータ」、「コンピュータ・システム」、「コンピュータ・ネット
ワーク」、「何らかの資源 (anyresources)」とし、「行為」については、「命令 (instruct)」、
「通信 (communicatewith)」、「記憶 (storedate in)」、「検索 (retrievedata from)」「その以外
の利用 (otherwisemake use of)」とする。
*18§943-70{2Xa)3参照
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コンピュータ・プログラムまたはサポート文書の取得、 5.データ、コンピュータ・プログラ
ムまたはサポート文書の複製、 6.アクセス制限のあるアクセス・コードまたはアクセス制限
のある情報の無権限者に対する開示。 (3)「コンピュータ、コンピュータ装置またはコンピュー
タ・サプライに対する犯罪」として、 (a)故意に、無権限で、次のことのいずれかの行為をした
者を処罰する。1.コンヒュータ、コンピュータ・システムもしくはコンピュータ・ネットワ
ークで使用されもしくは使用される予定のコンピュータ装置またはコンピュータ・サプライの
変更、 2.コンピュータ、コンピュータ・システムもしくはコンビュータ・ネットワークで使
用されもしくは使用される予定のコンピュータ装置またはコンピュータ・サプライの破壊、使
用、取得または毀損。
4 刑罰
本章において、 §943.70.(2Xb)4.(3Xb).(4)に刑罰が規定されており、旧規定に対し改正による一
部変更がなされている。変更がされているのは、 §943.70.{2Xb)4.(3)(b)4*19. の文言で、「惹起し
(situatio~)」が「もたらし (substantial) 」に変更され、「高度の蓋然性 (high probability)」と
いう文言が削除、という同様の変更が各項になされている。
刑罰については次の通りである、 §943.70.{2Xb)本項違反の者は、 1.2、3及び4の場合を
除き、クラスAの軽罪、 2.詐欺的目的または財産取得目的で犯罪がなされた場合には、クラ
スEの重罪、 3.損害が2,500ドル以上である場合、政府活動もしくは公共通信の中断または
障害をもたらした場合、輸送、水、ガスその他の公共サービスに中断または障害をもたらした
場合は、クラスDの重罪、 4.犯罪の結果、重大かつ不合理なリスク並びに他人の死亡または
重大な身体損傷の高度の可能性がもたらされた場合は、クラスCの重罪、 (3Xb)1 . 2の場合を
除き、クラスAの軽罪、 2.詐欺的目的または財産取得目的で犯罪がなされた場合には、クラ
スEの重罪、 3.コンピュータ、コンピュータ・システムまたはコンピュータ・ネットワーク
の損害が2,500ドル以上である場合は、クラスDの重罪、 4.犯罪の結果、重大かつ不合理な
リスク並びに他人の死亡または重大な身体損傷の高度の可能性がもたらされた場合は、クラス
Cの重罪、 (4)本条違反行為に対する他の処罰に併せ、裁判官は、犯罪者に対し、コンピュータ
の使用制限を命ずることができる。 *20この使用制限の期間は、被告人の受刑すべき期間を超え
てはならない。ただし、罰金刑による場合には、その使用制限期間は、 90日を超えてはならな
い。
5 その他
§943.70.(5)にて、「権利侵害をうけた当事者等は本章を遵守するようもとめる差止め請求を
*19医療データ、交通整理のプログラム等の改変、破壊等が想定される。
•20 特徴のある規定として「コンピュータ使用の制限」が規定されている。
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提起することが出来る」とする「差止めによる救済 (injunctiverelief)」が規定されている。
ワイオミング州 (WVOMIMGSTATUTES ANNOTATED) *21 
ワイオミング州におけるコンピュータ犯罪規定は、ワイオミング州の刑法 (Wyoming
Statutes Title 6 Crimes and Offenses)上、 Article5 : Computer Crimesに規定されており、改正
はなされていない。
1 条文構成
本章において条文は、 §6-3-501.「定義」、 §6-3-502.「知的財産に対する犯罪：刑罰」、 §6-3—
503. 「コンピュータ設備またはその用品に対する犯罪；政府活動または公共サービスの妨害ま
たは減損：刑罰」、 §6-3-504.「コンピュータ利用者に対する犯罪：刑罰」、 §6-3-505.「本条の
非排他的適用」から構成されている。
2 定義規定
2. 1 定義
本章における定義は§6-3-501.「定義」にて (i)「アクセス」、 (i)「コンピュー タ」、 (ii)
「コンピュータ・ネットワーク」、 (iv)「コンピュータ・プログラム」、 (v)「コンピュータ・ソ
フトウェア」、 (vi)「コンピュータ・システム」、 (vi)「コンピュータ・システム・サービス」
(viii) 「金融手段」、 (ix) 「知的財産」 •22、 (x) 「財産」、 (xi) 「トレード・シークレット」につ
き規定されている。
2. 2 「アクセス」の定義•23
本章における「アクセス」の定義において「対象」は、基本形に差異はなく「コンピュータ」、
「コンピュータ・システム」、「コンピュータ・ネットワーク」、「その他これらの中にある資源」
であり、「行為」は、基本形である「命令」、「通信」、「記憶」、「検索」、「その他の利用」と基
•21 旧規定は、 Arkin,App.-107、旧規定の邦訳は、「共訳（下）」 272頁以下参照。現行規定は、
WYO. STAT.ANN. § §6-3-501 to -505参照 (IEXI~貪索）。
•22 「知的財産 (intellectualproperty)」は、著作権とか特許権などを指す「知的財産権 (intel-
lectual property)」とは異なり、この法律限りの用法として用いられており、「プログラムを含
むデータ」という意味で定義されている。
•23 「アクセス」に関しては、「対象」と「行為」について明確にしておきたい。その際の基本
形として「対象」は、「コンピュータ」、「コンピュータ・システム」、「コンピュータ・ネット
ワーク」、「何らかの資源 (anyresources)」とし、「行為」については、「命令 (instruct)」、
「通信 (communicatewith)」、「記憶 (storedate in)」、「検索 (retrievedata from)」「その以外
の利用 (otherwisemake use of)」とする。
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本形以外である「接近 (approach)」ついて規定されている。
3 処罰行為
3. 1 処罰規定
本章においては、 §6-3-502.「知的財産に対する犯罪」、 §6-3-503.「コンピュータ設備または
その用品に対する犯罪；政府活動または公共サービスの妨害または減損」、 §6-3-504.「コンピ
ュータ利用者に対する犯罪」に処罰行為が規定されている。
3. 2 知的財産に対する犯罪（トレード・シークレット） (§6-3-502(&)) 
知的財産に対する犯罪では、「(a)故意に、無権限で、 (i)コンピュータ、コンピュータ・シ
ステムもしくはコンピュータ・ネットワークの内部もしくは外部に位置しまたは存在している
データ、プログラムまたはサポート文書を改変、 (i)コンピュータ、コンピュータ・システ
ムもしくはコンピュータ・ネットワークの内部もしくは外部に位置しまたは存在しているデー
タ、プログラムまたはサポート文書を破壊、 (ii) 750ドル以上の価値を有し、かつ、法によ
りトレード・シークレットまたは秘密とされている、コンピュータ、コンピュータ・システム
もしくはコンピュータ・ネットワークの内部もしくは外部に位置しまたは存在しているデー
タ、プログラムまたは運用支援文書を漏示または持ち出す (talcing)者は、知的財産に対する
犯罪を犯す者」を処罰する。
3. 3 コンピュータ設備またはその用品に対する犯罪；政府活動または公共サービスの妨害
または減損 (§6-3-503(aXb))
コンピュータ装置または供給に対する犯罪；政府活動または公共事業の妨害または障害で
は、「(a)故意に、無権限で、コンピュータ、コンピュータ・システムもしくはコンピュータ・
ネットワーク内で使用され、もしくは、使用されるべき装置もしくはサプライを改変する者は、
コンピュータ装置もしくは供給に対する犯罪を犯す者」、「(b)故意に、無権限で、コンピュータ、
コンピュータ・システムもしくはコンピュータ・ネットワークを破壊し、毀損し、もしくは、
損害を与え、かつ、それによって政府活動もしくは公共通信、輸送、水もしくはガスの供給そ
の他の公共事業を妨害または障害する者」を処罰する。
3. 4 コンピュータ利用者に対する犯罪（無権限アクセス） (§6-3-504(a)) 
コンピュータ利用者に対する犯罪では、「(a)故意に、無権限で、 (i) コンピュータ、コンピ
ュータ・システムまたはコンピュータ・ネットワークヘアクセスし、 (i)その全体もしくは
一部が、他人に所有され、他人の契約関係の下にあり、他人のために運行され、他人のために
あり、または、他人と関係しているコンピュータ・システム・サービスの正規ユーザに対する
コンピュータ・システム・サービスを妨害する者」を処罰する。ここでは、「無権限アクセス」
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それ自体に対する処罰規定が設けられている。
4 刑罰
4. 1 知的財産に対する刑罰 (§6-3-502(b))
知的財産に対する犯罪（トレード・シークレット）に対する刑罰は、 (i)本項 (i)に規定
する場合を除き、 3年以下の拘禁刑もしくは3,000ドル以下の罰金、または、その両方の刑によ
って処罰されるべき重罪である。 (i)その犯罪が財産を詐取または領得する計画または策略
を考案しまたは実行する意図でなされた場合には、 10年以下の拘禁刑もしくは10,000ドル以下
の罰金、または、その両方の刑によって処罰されるべき重罪である、と規定されている。
4. 2 コンピュータ設備またはその用品に対する刑罰；政府活動または公共サービスの妨害
または減損 (§6-3-503(aXb))
コンピュータ装置もしくは供給に対する犯罪は、 (a)(i)本項 (i)に規定する場合を除き、
6月以下の拘禁刑もしくは750ドル以下の罰金、または、その両方の刑によって処罰されるべき
軽罪である。 (i)その犯罪が詐欺または財産の獲得のための計画もしくは手口の考案もしく
は実行を目的としてなされた場合には、 10年以下の拘禁刑もしくは10,000ドル以下の罰金、ま
たは、その両方の刑によって処罰されるべき重罪である、 (b)3年以下の拘禁刑もしくは3,000ド
ル以下の罰金、または、その両方の刑によって処罰されるべき重罪として有罪である。
4. 3 コンピュータ利用者に対する刑罰 (§6-3-504(b))
コンピュータ利用者に対する犯罪（無権限アクセス）に対する刑罰は、 (i)本項 (i)に規
定する場合を除き、 3年以下の拘禁刑もしくは3,000ドル以下の罰金、または、その両方の刑に
よって処罰されるべき重罪である。 (i)その犯罪が財産を詐取または領得する計画または策
略を考案しまたは実行する意図でなされた場合には、 10年以下の拘禁刑もしくは10,000ドル以
下の罰金、または、その両方の刑によって処罰されるべき重罪である。と規定されている。
5 その他
§6-3-505. では、「本章は、本章に違反する行為に対して現在適用されている、または将来可
能な、本章の他の刑法の他の条項の適用を排除しない。ただし、当該条項が本章と一致しない
ときには、このかぎりではない。」としてワイオミング州の他の刑法の適用に関し規定を定め
ている。
-355-
付表 1 分担各州の定義規定
第一分担各州の定義規定（山本浩司）
定義 AL AK AZ. AR CA co CT DE 
Access 口 口口口 口
Computer 口 口口 口口
Computer network 口 口口゜口口Computer program 口 口口口口口Computer software 口 口口口口口
Computer system 口 口口口口口
Computer services 口 口
Services 口口 口
Data 口 口口 口
Property 口 口口 口口
Financial instrument 口 口口 口
Authorization 口
Computer contaminant ＊ 
Computer operation 
Computer system services 口
Injury 口
Intellectual property 口
Message ＊ 
Person ゜Private personal data 口Supporting documentation 口
Use 口
Victim expenditure 口
Without authority 
注）＊：以前は規定がなく、現在、新たに規定されている場合（新規）。
x: 以前は規定があったが、現在は削除されている場合（削除）。
〇：以前から規定があり、現在は変更が加えられている場合（変更）。
口：以前から規定があり、現在も変更がない場合（変更なし）。
△ ：今回、旧規定との比較検討資料がなかった場合。
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口
口
口
口
口
口
口
口
口
口
口
FL GA 
口 X 
口゜口口゜口 X 口 X 
゜口゜口
＊ 
口
口
＊ 
女
＊ 
第二分担各州の定義規定（中田光顕）
定義 HI ID IL IN IA KS KY LA ME MC MA Ml MN MS 
Access X 口口口口口口口△ 口 ゜口口Computer X 口口 口口口口△ 口 ゜口Computer network X 口 口口口口口△ 口 ゜口Computer pro印血 X 口口口口口口口△ 口 口口Computer software X 口 口口口口△ 口 X 口口
Computer system X 口 口口口口口△ 口 ゜口口Computer services 口 口 口Services X 口口 口口口 ゜口Data X 口口口 口Property X 口口 口口口口 △ ゜口口Financial instrument X 口口口 口
To process 口
Computer virus △ 
Intellectual property 口口 口
Suooorting; documentation 口
Prooer means 口 口
Authorization ＊ 
Trade secret △ 
Public record △ 
Loss □ 
Loss of property 口
Loss of Service 口
Vital services or operations 口
Computer security svstem ＊ 
Destructive computer oro2ram 女
Access device ＊ 
Credit card number ＊ 
Telecommunications device ＊ 
Telecommunications provider ＊ 
Telecommunications service ＊ 
Telephone company ＊ 
Computer control Ian~ua~e 口
Computer data base 口
Aggregate amount 女
Device ＊ 
Commercial comouter service △ 
Computer resource △ 
Damage △ 
Not authorized and unauthorized △ 
Computer infonnation △ 
Use 口
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第三分担各州の定義規定（杉山緑）
定義 MO MT NE NV NH NJ NM NY NC ND 
Access 口 ゜＊ 口 口゜゜口Computer 口 △ 口 口 口 □ ゜Computer network (NVのみ「Network」) 口 △ ゜口 口 口゜゜゜Computer program (NVのみ「Program」) 口 △ ゜口 口 口 口 口 口 口Computer software 口 △ ＊ 口 口 口 ゜口Computer system (NVのみ「System」) 口 △ ＊ 口 口 口 口 ゜口Computer services △ 口 ＊ 口Services 口 ゜ 口 ゜゜Data 口 口 口 口 口 ＊ ＊ (NJ,NMは「Data」と「Database」) 口 ＊ 
Property (NYのみComputerproperty) 口 △ ゜口 口 ＊ ゜゜Financial instrument 口 ＊ ゜゜
Authorization ＊ 
Computer data 口
Computer equipment 口 口
Computer material 口
Computer security ＊ 
Damage 口
Destructive computer program ＊ 
Destructive function ＊ 
Destructive product 女
Felony 口
Loss ＊ 
Obtain △ 
Person 口
Resource ＊ 
Uses a computer or computer service 口
without authorization 
Value △ 
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第四分担各州の定義規定（沼田左弥香）
定義 OH OK OR PA RI SC SD TN TX 
Access ゜口口 ＊ 口 口゜＊ Computer 口゜口 ＊ 口 口 口Computer network 口 口 口 ＊ 口 ゜口Computer program ゜゜口 ＊ 口 口 口 口Computer software 口 口 口 女 口 ゜口Computer system ゜゜口 ＊ 口 口 口゜Computer services 口Services 口 口 口 女 口 口
Data (PAのみ「Database」) ＊ ＊ 口 ＊ 口 ゜゜Property ゜゜口 ＊ 口 ＊ Financial instrument 口 ゜
Harm ＊ 
To process ゜Input ＊ Output ＊ 
Computer hackin~ 口
System hacker ＊ 
Computer contaminant ＊ 
Computer virus ゜Intellectual propertv 口Proprietary information ＊ 
Supportin2 documentation ゜Source document ＊ C ommumcat10n common earner 口
Electric utility 口
Owner ＊ 
Effective consent ＊ 
Victim expenditure ＊ 
Aggregate ＊ 
※ 変更なし（口） 変更あり (0) 新規(*)
注） ① TX: 第31.05条「トレードシークレット窃盗」に「Article」「Copy」「Representing」
「Tradesecret」の定義あり。
② OR: 第164.125条「サービス窃盗」に「Services」の定義あり。
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第五分担各州の定義規定（前川裕史）
定義 UT VA WA WV WI WY 
Access 口 △ ＊ 口
Computer 口 口 △ ＊ 口 口
Computer network 口 口 ＊ 口 口
Computer pro印皿 口 △ ＊ 口 口
Computer software 口 ＊ 口 口
Computer system 口 口 口
Computer services 口 ＊ 
Services 口
Data △ 
Prooertv 口 女 口 口
Financial instrument ゜口 女 口 口
Access device △ 
Authorization 女 ＊ 
Computer data 口 ＊ 
Computer operation 口 ＊ 
Computer property 口
Computer resource ＊ 
Computer supplies ＊ 口
Computer system services 口
Computer trespass △ 
Confidential ＊ 
Credit card number △ 
Deprive △ 
Enter △ 
Intellectual property 口
Licenses ＊ 
Owner 口 ＊ 
Person 口
Physical dama~e 口 ＊ 
Program 口
Publish △ 
Securitv system ＊ 
Software 口
SupPorting documentation 口
Telecommunications △ 
Telecommunications device △ 
Telecommunications service △ 
Trade secret ＊ 口
Use 口
Value 女
without authority 口
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文
。
△
:
 LE
XI
Sで
検
索
さ
れ
る
が
、
こ
こ
で
参
照
し
て
い
な
い
条
文
。
x:
 LE
XI
Sで
検
索
さ
れ
な
い
条
文
。
ま
た
は
、
削
除
さ
れ
た
条
文
。
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