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V diplomskem delu je predstavljena ideja uvajanja nove sodobne informacijske 
tehnologije pri operatvinem delu policije z namenom dviga ravni delovanja in 
racionalizacije delovnega procesa. V nalogi je najprej opisan zgodovinski pregled 
informacijske tehnologije od začetkov mehanografske obdelave podatkov do stanja 
informacijske tehnologije v sistemu policije v današnjem času, vključno z opisom 
posameznih informacijskih sistemov, ki jih pri svojem delu trenutno uporablja policija. 
Zaradi laţjega razumevanja področja dela so opisani tudi organizacijski vidiki sistema 
policije, normativna ureditev policije in temeljni akti operativnega dela policije. V 
nadaljevanju naloge je opravljena kritična analiza informacijskih sistemov 
operativnega dela policije  in opisan policijski postopek pred in po uvedbi nove 
informacijske  tehnologije z oceno učinkov informatizacije delovnega procesa.  
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This assignment deals with the idea of implementing new and modern information 
technology in police operations, with a view to improve the level of activity and the 
rationalization of the operational processes. The first part features a historical 
overview of information technologies from the early starts of mechanical data 
processing up until the contemporary state of information technology used by the 
police. It also includes descriptions of individual information technology systems, 
used in its operations in by the police today. To facilitate the understading of the work 
area the organisational aspects of the police systems are also described as well as 
the regulatory framework and the essential provisions of its operational activities. The 
continuation of the assignment performs a critical analysis of information technology 
systems in the operations of the police and describes the procedure prior to and after 
the introduction of new information technology systems all the while assessing the 
effects of the informationzation of the operational process. 
 
KEY WORDS: police, operational activities, information technology, informatization, 
information technology systems, business process, renovation of operations, service 
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Sodobna druţba postaja vse bolj dinamična in elastična, njena pomembna lastnost 
pa je tudi sposobnost prilagajanja, sprejemanje tehnološkega razvoja in izkoriščanje 
njegovih potencialov sebi v prid. Vse te lastnosti veljajo za celotno druţbo in 
posledično tudi za posameznike v njej. Za spremljanje tega hitrega razvoja je 
potrebno vse več informacij. Pridobivanje informacij, ki jih za svoj razvoj potrebuje 
sodobna druţba, omogoča samo sodobna informacijska tehnologija. 
 
Izhodišče za spremembe na področju javnega sektorja je predpostavka, da sta 
ekonomičnost in konkurenčnost nacionalne ekonomije manjši zaradi birokratske 
narave javnega sektorja. Gospodarska gibanja v preteklih letih kaţejo, da bosta za 
Slovenijo ključni opredelitvi, kako učinkovito dokončati reformo podjetij in s tem 
povečati dodano vrednost, spodbuditi investicije in odpirati delovna mesta ter 
racionalizirati javno porabo. 
 
Uvajanje informacijske tehnologije je intenzivni proces in nas spremlja vsepovsod.  V 
ţelji uspeha moramo sprejeti vlogo informatike, saj raziskave kaţejo da je informatika 
oziroma informacijska tehnologija učinkovita, če dobro podpira poslovanje 
organizacije in s tem vpliva na konkurenčnost organizacije. Informacijsko 
komunikacijska tehnologija ima ključno vlogo pri prenovi procesov (Business Process 
Reeingenering). Informacijsko komunikacijska tehnologija nam omogoča zniţevanje 
stroškov, dvig kakovosti, skrajšanje časa izvajanja poslovnih postopkov in 
zmanjšanje števila zaposlenih. Proces prenove poslovanja je najprej začel teči v 
podjetjih. V gospodarstvu je vodilni motiv informatizacije zagotavljanje konkurenčne 
prednosti s povečanjem produktivnosti, učinkovitosti in zniţevanje stroškov ob 
povečanju kvalitete proizvodov in storitev. Temeljni cilj informatizacije podjetij je bil 
zagotavljati večji dobiček. Raziskave pa kaţejo, da je prenova poslovanja v javni 
upravi ob uvajanju novih tehnologij prav tako nujna kot v gospodarstvu. Z 
informatizacijo javne uprave se povečuje učinkovitost poslovanja in dviguje kakovost 
storitev ter izboljša komunikacija z občani. Informatizacija javne uprave je v 
preteklosti potekala spontano in je bila bolj posledica močnega pritiska trga 
informacijske tehnologije in le redko sistematično postavljenih vsebinskih ciljev. 
 
Javna uprava predstavlja jedro informacijskega mehanizma drţave, ki zaznava, 
sprejema in predeluje informacije in na njihovi podlagi pripravlja odločitve za potrebe 
vsakega sistema. Izboljšanje delovanja zahteva prenovo poslovnih procesov ob 
uporabi najnovejših strokovnih ugotovitev in najsodobnejše tehnologije s ciljem večje 
učinkovitosti in kakovosti storitev. Sprejemanje je zahtevno zaradi strokovnih dilem in 
odprtih vprašanj ter odporov in nesoglasij med zaposlenimi. Spodbude in prisile za 
spremembe so zunanje, kadar objektivni pogoji delovanja sistema silijo zaposlene v 
iskanje boljših rešitev. 
 
V današnjem času se informacijska tehnologija hitro uvaja tudi v upravne postopke. 
Urejevalniki besedil so vsakdanjost, razvijajo se nove aplikacije, ki bodo omogočile 
bolj enostavno vodenje evidenc dokumentarnega gradiva, in novi načini 
komuniciranja uporabnikov storitev uprave, ki bodo temeljili na elektronski 
komunikaciji med drţavljanom in upravo po načelu »one-stop shop«, na internetu se 
dnevno pojavljajo novi upravni portali, uvaja se tehnologija vodenja procesov 
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(workflow) in skupinskega dela (groupware) itd. Vsa našteta orodja, metodologije in 
tehnologija sluţijo predvsem podpori upravnega dela na operativni ravni. Z 
informacijsko tehnologijo se danes srečujemo vsi zaposleni v javni upravi. Informatiki 
v vlogi strokovnjakov opravljajo naloge načrtovanja in gradnje informacijskih 
sistemov, ostali zaposleni pa so uporabniki. Uspešen razvoj informatike oziroma 
informacijskih sistemov je moţen le ob tesnem sodelovanju strokovnjakov – 
informatikov z uporabniki sistema. Informatiki imajo potrebna tehnološka znanja, 
uporabniki pa poznajo vsebino področja, nimajo pa dovolj informacijskega znanja, da 
bi sami izdelali računalniško rešitev. Vsekakor pa morajo imeti uporabniki vsaj toliko 
informacijskih znanj, da znajo na ustrezen način izraziti potrebe po informacijah, ki jih 
potrebujejo pri svojem delu. 
 
Pri načrtovanju nove informacijske rešitve moramo upoštevati, da mora biti prirejen 
za dolgotrajno uporabo, da omogoča učinkovito izkoriščanje opreme in ljudi, da so 
stroški za vzpostavitev, uporabo in vzdrţevanje minimalni, da je sistem dovzeten za 
spremembe, da vsebuje zanesljivo tehnično opremo, fizično varnost podatkov ter 
zavarovanje podatkov pred zlorabami oziroma varovanje podatkov pred 
nepooblaščenimi osebami. Ţe pri načrtovanju uvedbe nove informacijske rešitve je 
potrebno vzpostaviti učinkovit sistem nadzora, da se ugotovi, ali rešitev v resnici 
zagotavlja to, kar uporabniki pričakujejo in potrebujejo za poslovanje. Pri uvajanju 
nove informacijske rešitve v organizaciji je potrebna ustrezna reorganizacija 
poslovanja, uporabnike novega sistema je potrebno ustrezno usposobiti, nato pa je 
potrebno izvesti ustrezen prehod na nov način poslovanja. Informacijski sistemi v 
javnem sektorju morajo omogočiti dostopnost do podatkov in informacij vsem 
uporabnikom, ki jih potrebujejo, ne glede na njihovo lokacijo, kar zagotovimo z 
uporabo najsodobnejših znanstvenih, tehničnih in organizacijskih doseţkov na 
področju informacijskih sistemov. Informacijska tehnologija omogoča, hkraten dostop 
številnim ljudem do  informacij. Baze podatkov nam omogočajo, da  lahko  podatke  
uporabljajo  istočasno  na  več mestih. Prav tako je pomembna umetna inteligenca, ki 
omogoča uporabo ekspertnih znanj. Delovni  procesi  so  povezani  elektronsko  in  
vso  poslovanje  poteka  s  pomočjo informacijske  tehnologije. 
 
V delovnem procesu policista pri obravnavanju prometnih nesreč se kaţe bistvena 
pomanjkljivost v birokratizaciji delovnega procesa, saj se isti podatki v enem procesu 
navajajo večkrat – tudi štiri krat, ko policist te iste podatke vpisuje v različne 
zapisnike in potrdila. Tako se na primer o celotnem ogledu kraja prometne nesreče 
piše zapisnik, v katerem se navaja osebne podatke udeleţencev, podatke o vozilu 
katerega je vozil udeleţenec, kakšno kršitev je naredil udeleţenec, podatki o 
rezultatu alkotesta, podatki o tehnični izpravnosti vozila, ali je bilo vozniku odvzeto 
vozniško dovoljenje. Kljub navedenemu pa se pri postopku pišejo še zapisniki o 
preizkusu alkoholiziranosti, potrdilo za odvzem registrskih tablic, potrdilo o odvzetem 
vozniškem dovoljenju, vsi navedeni akti pa vsebujejo samo podatke, ki so ţe 
navedeni v zapisniku o ogledu kraja prometne nesreče. Vse navedene zapisnike in 
potrdila policist na kraju prometne nesreče piše ročno na obrazce. Zapisnik o ogledu 
kraja prometne nesreče pa nato administrativne sodelavke v enoti prepisujejo 
oziroma vnašajo v računalniške evidence. Nemalokrat se pojavljajo razne napake, 
ker administrativne sodelavke ne znajo prebrati nečitljivega rokopisa in se tako v 
računalnik vnese napačen podatek, kar pa lahko strankam oziroma udeleţencem 
prometne nesreče povzroči teţave pri uveljavljanju svojih pravic predvsem pri 
zavarovalnici. Prav tako udeleţenci prometne nesreče na kraju zapisnika ne morejo 
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prebrati in nanj podati svoje pripombe ter ga podpisati, kot to določa Zakon o 
splošnem upravnem postopku. 
 
Teţave, ki se pojavljajo pri odvečni birokraciji policijskega postopka in podvajanju 
podatkov z ročnim izpolnjevanjem vnaprej pripravljenih obrazcev, porajajo vprašanje, 
kako te postopke racionalizirati in dvigniti raven njihove kvalitete in s tem tudi dvig 
zadovoljstva strank v postopkih s policisti.  Zadovoljstvo občanov v policijskih 
postopkih pa bi pripomoglo tudi k dvigu zaupanja javnosti v policijo, ki je za 
učinkovito funkcioniranje celotnega sistema sodobne druţbe zelo pomembno, saj 
občani  ob večjem zaupanju policiji tudi več sodelujejo z njo, kar pripomore k 
uspešnejšemu zagotavljanju varnosti vsem prebivalcem. Policija lahko namreč 
visoko stopnjo varnosti zagotavlja predvsem z uporabo informacij o varnostnih 
pojavih v njihovem okolju, ki jih dobi neposredno od občanov. Večje kot je zaupanje 
javnosti v policijo, več informacij zaupajo policiji. 
 
Cilj diplomskega dela je odgovor na vprašanje kako izboljšati kvaliteto operativnega 
dela policista na terenu z uporabo sodobne, skoraj ţe vsakdanje informacijske 
tehnologije. Tako kot v zasebnem sektorju se mora tudi javni sektor prilagoditi in 
sprejeti spremembe v načinu poslovanja. Pojem uporaba sodobne informacijske 
tehnologije v nalogi zajema prenosni računalnik z brezţično podatkovno povezavo – 
internetni modem in z ustrezno programsko opremo. Hkrati z dvigom kvalitete 
opravljenega dela policista bi s tem prihranili na času, moţnost napačnih oziroma 
nepravilnih  podatkov pa bi se zmanjšala, saj bi z uporabo ustrezne informacijske 
tehnologije le ta avtomatsko sama opravila kontrolo podatkov. Prav tako bi se 
občutno prihranilo na času, ker bi bili s tem odpravljeni dolgi birokratski postopki, kjer 
policist najprej napiše zapisnik na roke na terenu, nato se zapisnik prepiše v 
elektronsko obliko, šele potem se podatki vnesejo v računalniške evidence. Policist bi 
to opravil na terenu, upravičeni uporabniki  bi kopije spisov dobili ţe kar na kraju 
dogodka, zato bi lahko udeleţenci takoj začeli z uveljavljanjem svojih zakonskih 
pravic oziroma odškodnin. 
 
V diplomskem delu je najprej predstavljen zgodovinski pregled informacijske 
tehnologije policije od mehanografske obdelave podatkov, začetkov računalniške 
obdelave podatkov do razvoja moderne policijske informatike in seveda tudi vloge 
ustreznega varstva podatkov.  Našteti so organizacijski vidiki sistema policije iz 
katerih je razvidna organiziranost in splošne pristojnosti policije.  Konkretnejše 
pristojnosti policije so navedene v poglavju, ki govori o normativni ureditvi policije, 
kjer so opisana njena zakonska pooblastila, pravice, naloge in dolţnosti. V 
nadaljevanju diplomskega dela so našteti in opisani informacijski sistemi policije, ki 
jih pri svojem delu trenutno uporablja policija. O vseh pomembnih dejanjih v 
postopkih policist sestavi zapisnik, najpomembnejši policijski zapisniki so našteti in 
opisani v poglavju diplomskega dela z naslovom »Temeljni akti operativnega dela 
policije«.  Nadalje je v nalogi opravljena analiza policijskega postopka pred 
predlagano uvedbo nove informacijske tehnologije in po prenovi delovnega  procesa 
z oceno učinkov. Prenova delovnega procesa pa je tudi ponazorjena v sliki. 
 
Za proučevanje problema in reševanje le tega je bila uporabljena literatura s področja 
informatike in informacijskih sistemov,  prenove in informatizacije delovnih procesov, 
organizacije dela ter aktualna zakonodaja. Velik prispevek pa so doprinesle tudi 
izkušnje operativnega dela policista postaje prometne policije, katere so pokazale 
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predvsem na probleme dela s trenutno razpoloţljivo tehnologijo in postopkom dela. 
Predvsem izkušnje so pokazale, da je potrebno delovni proces operativnega dela 
policista informatizirati in prenoviti. V delovne procese policista se je pred časom 
sicer uvedla informacijska tehnologija, ko so se vsi postopki po končanem 
operativnem delu pričeli vnašati v računalniške evidence, s tem pa je informatizacija 
operativnega dela policije zastala za več let. Predvsem iz razloga dokazovanja 
posameznih procesnih opravil so se v policijske postopke uvajali razni zapisniki, v 
katerih so bila posamezna opravila evidentirana samostojno. S časom so policijski 
postopki zaradi uvajanja vedno novih zapisnikov in potrdil  postali zapleteni zaradi 
vse te birokracije, katero bi bilo moţno odpraviti zelo enostavno, tako da bi se v eni 
zadevi pisal samo en zapisnik, ki bi zajemal vse potrebne podatke in informacije o 
zadevi in bi hkrati sluţil kot potrdilo za izvedene policijske ukrepe. Navedeni zapisnik 
bi lahko operativni delavec pisal neposredno na kraju obravnavanega dogodka na 
prenosnem računalniku, kar bi pomenilo direkten vnos podatkov v računalniške baze. 
S tem bi bilo odpravljeno nepotrebno ročno pisanje zapisnikov na papir, iz katerih je 
nato potrebno podatke naknadno vnesti še v računalniške evidence. 
 
Eden poglavitnih razlogov, da se pri operativnem delu policista na terenu še ne 
uporablja prenosni računalnik so najverjetneje tudi finance. V nalogi finančna plat 
uvedbe nove tehnologije oziroma prenove delovnega procesa in tehnične rešitve 
izvedbe nista obravnavani, so pa predstavljeni pozitivni učinki uvedbe in praktične 








Najpomembnejša lastnost sodobne druţbe postaja njena dinamičnost in sposobnost 
prilagajanja, spremljanje tehnološkega razvoja in izkoriščanje njegovih potencialov 
sebi v prid. Za spremljanje tega naglega razvoja je potrebno vse več znanja oziroma 
informacij. Pridobivanje informacij, ki jih potrebuje sodobna druţba za svoj razvoj, 
omogoča samo sodobna informacijska tehnologija. 
 
V preteklosti je bila pozornost usmerjena večinoma v pridobivanje informacij o 
preteklosti oziroma o sedanjosti. Zaradi hitrega tehnološkega razvoja pa postaja 
predvidevanje o vseh vidikih prihodnosti na eni strani vse bolj pomembno, na drugi 
strani pa vse manj zanesljivo s klasičnimi sredstvi. Zato bo v prihodnje informacijska 
tehnologija igrala pomembno vlogo pri pridobivanju informacij o prihodnosti. 
 
Informacijska tehnologija je opredeljena kot celota delovnih procesov v katerih na 
podlagi podatkov organizacije in njenega okolja ljudje oblikujejo informacije za 
potrebe odločanja v zvezi s problemi organizacije ob uporabi ustreznih tehničnih 
sredstev.  Nekateri avtorji pri razlagi pojma informacijska tehnologija bolj izpostavljajo 
tehnološki vidik in ugotavljajo, da je to tehnologija, ki zajema področje uporabe, 
shranjevanja, prenosa in sprejema podatkov in informacij. 
 
Tako kot v večini organizacij se je v javni upravi računalniška tehnologija začela 
uvajati v šestdesetih letih, ko so se podatki obdelovali predvsem numerično, nato pa 
se je narava in način uporabe nenehno spreminjal in postopoma prehajal v 
zahtevnejše oblike. 
 
V začetku uporabe računalniške tehnologije v javni upravi je bil to proces 
avtomatizacije, ko je šlo predvsem za avtomatizacijo rutinskih opravil, ki so se do 
tedaj opravljala ročno. Navzven se postopki niso bistveno spremenili, računalniško 
izpisani dokumenti so vsebinsko in oblikovno posnemali njihove ročno izdelane 
predhodnike. Kljub temu pa se je kakovost poslovanja dvignila, saj so bili podatki na 
voljo prej, bolj natančni in aţurni. 
 
Naslednja razvojna faza  oziroma nadgradnja avtomatizacije je bil proces 
informatizacije. V procesu informatizacije se informacijska tehnologija uvaja v 
postopke oblikovanja, shranjevanja, obdelave in iskanje informacij, pod vplivom 
informacijskih tehnologij pa se poslovni procesi prenavljajo. 
 
Z informacijsko tehnologijo se danes srečujemo vsi zaposleni v javni upravi. 
Informatiki v vlogi strokovnjakov opravljajo naloge načrtovanja in gradnje 
informacijskih sistemov, ostali zaposleni pa so uporabniki. Uspešen razvoj 
informatike oziroma informacijskih sistemov je moţen le ob tesnem sodelovanju 
strokovnjakov – informatikov z uporabniki sistema. Informatiki imajo potrebna 
tehnološka znanja, uporabniki pa poznajo vsebino področja, nimajo pa dovolj 
informacijskega znanja, da bi sami izdelali računalniško rešitev. Vsekakor pa morajo 
imeti uporabniki vsaj toliko informacijskih znanj, da znajo na ustrezen način izraziti 




2.1 ZAČETKI MEHANOGRAFSKE OBDELAVE PODATKOV 
 
Mehanografska obdelava podatkov se je pričela v letu 1957, ko je postopoma 
zamenjala ročno vodenje kartotek in seznamov. Takratni drţavni sekretariat  za 
notranje zadeve je med drugim vodil centralno kartoteko, kartoteko pogrešanih oseb,  
najdenih neznanih trupel, ukradenih predmetov in podobne. Te kartoteke so bile 
zaradi laţjega iskanja najprej zloţene v predalnih omarah, nato pa v kartotečnih 
bobnih. Kartoteke so bile zloţene po abecednem vrstnem redu. 
 
Stroji za mehanografske obdelave so bili preprosti stroji, ki so zagotavljali osnovo za 
statistično obdelovanje podatkov. Podatki so se vpisovali v luknjane kartice, ki jih je 
bilo moţno na sortirnih strojih poljubno sortirati po pojmih, nato pa podatke izpisati v 
tabelah. 
 
Poskusna obdelava podatkov je potekala na mehanografskih strojih Zavoda za 
statistiko in podjetja Organizator, kasneje pa je Republiški sekretariat za notranje 
zadeve stroje najel oziroma odkupil. 
 
Takšen način obdelave podatkov se je pokazal kot zelo učinkovit, zato je bil leta 
1961 kupljen lasten komplet mehanografskih strojev. 
 
Zaradi hitrega razvoja avtomatizacije obdelave podatkov in naraščanja potreb po 
različnih obdelanih podatkih je ta oprema zastarala ţe po nekaj letih. 
 
Leta 1967 je posebna komisija sprejela odločitev o prehodu na elektronsko obdelavo 
podatkov z računalnikom. V ta namen so bile opravljene kadrovske in organizacijske 




2.2 ZAČETKI  RAČUNALNIŠKEGA OBDELOVANJA PODATKOV 
 
V letu 1968 so se pričele opravljati poskusne obdelave podatkov na elektronskem 
računalniku IBM v organizacijah DES, Ljubljanska banka in Slovenija vino. 
 
V letu 1972 je Republiški sekretariat za notranje zadeve dobil v najem prvi 
elektronski računalnik IBM 360/25. V tem letu je bil tudi uradno odprt lastni 
elektronski računalniški center. S tem se je začela prva avtomatizacija vodenja 
evidenc organov za notranje zadeve.  Podatki iz evidenc na luknjanih karticah so se 
postopoma prenesli v računalniške evidence. 
 
Na računalniku IBM 360/25 ni bilo moţno organizirati obdelave mnoţičnih evidenc, 
zato se je kmalu pokazala potreba po nabavi novejšega in zmogljivejšega 
računalnika.  Prav tako se je pokazala neustrezno in prepočasno sporočanje 
podatkov iz računalniškega centra policijskim enotam po Sloveniji. 
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Pomembno vlogo v razvoju informacijske tehnologije je imel prenos Centralne 
evidenčne kartoteke v računalniško evidenco. Ta prenos se je pričel v letu 1975 in je 
trajal več kot dve leti. 
 
Leta 1976 je bil nabavljen novi računalnik četrte generacije IBM 370/145, s katerim 
pa so bile dane moţnosti za razvoj terminalne mreţe, ki je tega leta tudi začela 
delovati. V tem letu so se začeli uporabljati programski jeziki PL/I, DOS/VS in CICS. 
 
V letu 1978 se prične obdobje decentralizacije informacijskih sistemov organov za 
notranje zadeve, kar se kaţe v postopnem pribliţevanju končnemu uporabniku.  
Začne se pospešena izgradnja daljinske terminalske mreţe za področje upravnih 
notranjih zadev in za upravo javne varnosti. Vzpostavljena je bila prva banka 
podatkov, v kateri so bile povezane različne datoteke, kot so register motornih vozil, 
imetniki oroţnih listov, register prebivalstva Ljubljane, evidenca oseb na prestajanju 
zaporne kazni in podobno. V tem obdobju se začnejo uporabljati programska orodja 
SPM-II, CICS/VS in STAIRS, ki omogočajo iskanje podatkov po besedilih. 
 
Leta 1979 je bila ustanovljena Uprava za analitiko in informatiko. Ţe naslednjo leto se 
informatika izloči iz Uprave za analitiko in se reorganizira.  Uprava za informatiko 
postane povsem samostojna uprava v Republiškem sekretariatu za notranje zadeve, 
s tem pa postane tudi enakovredna drugim organizacijskim enotam. 
 
Potrebe po dodatnih računalniških zmogljivostih so v tem času močno naraščale, 
zato je bil leta 1979 nabavljen dodatni računalnik IBM 3031, ki je bil štirikrat močnejši 
kot IBM 370/145 in je vzdrţeval terminalsko mreţo.  Preko tega računalnika je 
potekalo krmiljenje in vzdrţevanje terminalske mreţe, centralna računalniška baza 
pa je bila dosegljiva preko devetdesetih terminalov. 
 
Leta 1984 je bil računalnik IBM 3031 zamenjan z novim računalnikom  IBM 
4381/M02, ki je imel 8MB centralnega pomnilnika.  Na Upravah za notranje zadeve 
Ljubljana, Koper, Maribor in Kranj pa so bili inštalirani še štirje mini računalniki IBM 
8100, ki so sluţili za distribuirano obdelavo podatkov. 
 
 
2.3 RAZVOJ MODERNE POLICIJSKE INFORMATIKE 
 
Obdobje med leti 1985 in 1990 je zaznamovala uveljavitev dogovora o enotnem 
informacijskem sistemu notranjih zadev. Upravni organi so pričeli vnašati podatke o 
osebnih izkaznicah neposredno.  V informacijski sistem upravnih notranjih zadev so 
se postopoma vključevale tudi pooblaščene organizacije za opravljanje tehničnih 
pregledov in registracijo vozil. 
 
Informacijski sistem se je vsebinsko vse bolj pričel deliti na upravni in policijski del 
uporabnikov, zato se prične z izgradnjo lokalnih računalniških mreţ. 
 
Obdobje po letu 1991 je zaznamovala uveljavitev samostojne slovenske drţave. 
Uprava za informatiko  je pričela z ustreznim varstvom podatkov z lastno 
kriptografsko zaščito podatkov pri njihovem prenosu, s sistemom elektronske pošte 
in s pripravo ustreznih predpisov o varovanju podatkov. V nadaljevanju se je pričela 
izgradnja moderne policijske informatike, informacijski sistem Ministrstva za notranje 
 8 
zadeve pa se vključuje v nadnacionalne informacijske sisteme.  Interpol Slovenije se 
je z elektronsko pošto povezal Generalnim sekretariatom Interpola v Lyonu. 
 
Zaradi izmenjave podatkov se informacijski sistem policije povezuje z drugimi 
informacijskimi sistemi. S tem se zagotavlja kakovostnejša informacijska podpora 
policijskemu delu na vseh ravneh delovanja. Policija se predstavi preko spletnih 
strani, s čimer se med drugim tudi zagotavljajo dostopi do informacij javnega 
značaja. 
 
Informacijski sistem policije se je vključil v internet v letu 1995, ko je Policija pod 
okriljem Ministrstva za notranje zadeve predstavila svoje prve spletne strani, na 
katerih so bila prikazana številna gradiva ministrstva in delovanje Policije. Spletne 
strani Policije so se nato leta 2000 na novo oblikovale in vzpostavile, ko je bila 
Policija vzpostavljena kot organ v sestavi ministrstva. Policijski streţnik se obnavlja 
dnevno in obsega ţe več kot 12.000 dokumentov. Preko spletnih strani policije je 
javnosti omogočen dostop do vseh informacij pomembnih za čim uspešnejše delo 
policije in za razvijanje partnerskih odnosov z vsemi subjekti v druţbi, ki lahko 
prispevajo k izboljšanju varnostnih razmer. Policistom pa je dostop do informacij 
omogočen preko intraneta. 
 
Z idejo Evrope brez meja je bil podpisan tudi meddrţavni sporazum o odpravi mejnih 
kontrol na skupnih mejah. Območje Schengna torej pomeni območje brez mejne 
kontrole na notranjih mejah in je s tem zagotovljeno prosto gibanje ljudi. V  
schengenskem območju je danes ţe 24 drţav. Slovenija je v schengensko območje 
vstopila 21.12.2007 skupaj s Češko, Estonijo, Latvijo, Litvo, Madţarsko, Malto, 
Poljsko in Slovaško. Pred tem datumom so bile v schengenskem območju Avstrija, 
Belgija, Danska, Finska, Francija, Grčija, Italija, Luksemburg, Nemčija, Nizozemska, 
Portugalska, Španija in Švedska, ter pridruţeni članici EU Islandija in Norveška. 
Ciper, Bolgarija in Romunija se na vstop v schengensko območje še pripravljajo. Z 
vstopom Slovenije v schengensko območje je bilo potrebno informacijski sistem 
slovenske policije povezati s schengenskim informacijskim sistemom (SIS). 
Schengenski informacijski sistem je skupna baza podatkov, do katere imajo dostop 
policisti, delavci carine in upravnih enot, pravosodni organi ter konzularna 
predstavništva. Schengenski informacijski sistem omogoča dostop in pravico do 
neposredne uporabe podatkov o posameznikih in predmetih pri mejni kontroli, 
postopkih z drţavljani in tujci. 
 
Informatizacija predstavlja splošen in celovit proces uvedbe in uporabe informacijske 
tehnologije, ki ga v informacijski druţbi lahko enačimo s procesom industrializacije 
industrijske druţbe. Informatizacija poslovanja je usmerjena v zagotavljanje 
konkurenčne prednosti organizacij oziroma k avtomatizaciji in optimizaciji izvajanja 
njihovih poslovnih procesov. 
 
V začetku je računalništvo veljalo za orodje oziroma pripomoček pri izvajanju 
vsakodnevnih opravil, s pojavom informatizacije pa se je njegova vloga spremenila.  
Informatizacija poslovnega sistema zajema medsebojno povezane in prepletene 
naslednje procese: 
- uvajanje informacijske tehnologije v postopke oblikovanja, shranjevanja, 
obdelave in iskanja informacij; 
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- prilagoditev informacijskih tokov in informacijskih povezav novim tehnološkim 
moţnostim; 
- spreminjanje organizacije dela in organizacijskih struktur; 
- prenova poslovnih procesov in postopkov pod vplivom uvajanja informacijskih 
tehnologij; 
- razvoj področja upravljanja z informacijami in informacijskimi viri kot enim od 
ključnih področij managemanta (Batis, 2008). 
 
 
2.4 RAZVOJ IN VLOGA VARSTVA PODATKOV 
 
V obdobju mehanografske obdelave podatkov je bilo zavarovanje podatkov in 
oprema osredotočena predvsem na tehnično in fizično varovanje podatkov. Namen 
teh ukrepov je bil v preprečevanju nepooblaščenim osebam dostop do strojne 
opreme in podatkov shranjenih v kartotekah in na luknjanih karticah. Zaščita je bila 
usmerjena predvsem v preprečevanje morebitnega nepooblaščenega odtujevanja, 
kraje, ponarejanja ali poškodovanja podatkov. Sistemsko varovanje podatkov se je 
pričelo v sedemdesetih letih, ko je bil leta 1977 v Republiškem sekretariatu za 
notranje zadeve pripravljen interni pravilnik o zaščiti podatkov, naslednje leto pa je 
nastalo prvo navodilo o zaščiti informacijskih sistemov organov za notranje zadeve. 
Za zaščito prenosa podatkov pa so se tedaj uporabljale švicarske naprave 
Gretacoder 515. 
 
Z razvojem terminalske obdelave podatkov so se v tedanji informatiki ţe zavedali 
nujnosti celovitega zavarovanja podatkov (identifikacija ter avtorizacija uporabnikov, 
evidentiranje dostopov do podatkov, zaznave nepooblaščenega vstopa v računalniški 
sistem in podobno). Leta 1985 je Urad za informatiko pripravil sistemsko programsko 
zaščito, nekoliko kasneje pa še Navodilo o ščitenju in varovanju podatkov na 
mikroračunalniških delovnih postajah informacijskih sistemov organov za notranje 
zadeve. 
 
O zaščiti podatkov so tedaj obstajali le redki predpisi, ki so v manjšem obsegu urejali 
tedanjo avtomatsko (elektronsko) obdelavo podatkov, pa še ti so se nanašali zgolj na 
varovanje in ščitenje podatkov, ki so bili označeni s stopnjo tajnosti. 
 
Devetdeseta leta so bila namenjena predvsem zaščiti »informacijske zasebnosti 
posameznika« v skladu z Ustavo Republike Slovenije in na njeni podlagi sprejetega 
Zakona o varstvu osebnih podatkov. Ustave Republike Slovenije v 38. členu 
zagotavlja varstvo osebnih podatkov, prepoveduje uporabo osebnih podatkov v 
nasprotju z namenom njihovega zbiranja ter vsakomur zagotavlja pravico do 
seznanitve z zbranimi podatki, ki se nanašajo nanj, in pravico do sodnega varstva ob 
njihovi zlorabi. 
 
Neposredno pred osamosvojitvijo Slovenije so delavci Urada za informatiko in 
telekomunikacije sodelovali pri pripravi Zakona o varstvu osebnih podatkov, leta 
1992 pa je bil pripravljen in izdan prvi Katalog zbirk osebnih podatkov ministrstva za 
notranje zadeve. Center za zaščito podatkov je pripravil vrsto pravnih aktov, med 
njimi tudi: 
- Pravilnik o določanju zaupnih podatkov in o varovanju zaupnih in osebnih 
podatkov, 
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- Pravilnik o merilih in postopkih za določanje zaupnih podatkov Policije, 
- Pravilnik o varovanju podatkov Policije, 
- Pravilnik o hrambi komunikacijskih podatkov Policije in o dostopu do policijskih 
baz podatkov, 
- Pravilnik o načinu vodenja policijskih evidenc in 
- Strokovno navodilo o uporabi videonadzornih sistemov pri varovanju 
policijskih objektov. 
 
S povezovanjem Slovenije z Evropsko Unijo je varstvo osebnih podatkov postalo še 
bolj pomembno. Konvencija o izvajanju Schengenskega sporazuma (v nadaljevanju 
Schengenska konvencija) tako poleg določenih zbirk osebnih podatkov med drugim 
ureja tudi varstvo zasebnosti in zavarovanje osebnih podatkov. Schengenska 
konvencija v poglavju »Schengenski informacijski sistem« drţave pogodbenice 
zavezuje, da v zvezi s svojim nacionalnim delom schengenskega informacijskega 
sistema sprejmejo potrebne ukrepe: 
- kontrola dostopa do opreme - za preprečitev dostopa nepooblaščenim 
osebam do opreme, ki se uporablja za obdelavo osebnih podatkov; 
- nadzor nosilcev podatkov – preprečitev nepooblaščenega branja, 
prepisovanja, spreminjanja ali odnašanja nosilcev podatkov; 
- nadzor shranjevanja – preprečitev nepooblaščenega vnašanja podatkov v 
podatkovne zbirke in nepooblaščenega pregledovanje, spreminjanja ali 
brisanja shranjenih osebnih podatkov; 
- nadzor uporabe – preprečitev, da bi nepooblaščene osebe prek opreme za 
prenos podatkov uporabljale sisteme za avtomatsko obdelavo podatkov; 
- nadzor dostopa – zagotovitev, da imajo osebe, pooblaščene za uporabo 
sistema za avtomatsko obdelavo podatkov, dostop samo do podatkov, ki jih 
zajema pooblastilo za dostop; 
- nadzor prenosa – zagotovitev, da se lahko preveri in ugotovi, katerim organom 
se lahko prek opreme za prenos podatkov pošiljajo osebni podatki; 
- nadzor vnosa – zagotovitev, da se lahko naknadno preveri in ugotovi, kateri 
osebni podatki so bili vneseni v sisteme za avtomatsko obdelavo podatkov ter 
kdaj in kdo jih je vnesel; 
- nadzor pošiljanja – preprečitev nepooblaščenega branja, prepisovanja, 
spreminjanja ali brisanja osebni podatkov med prenosom osebnih podatkov ali 
med pošiljanjem nosilcev podatkov, sprejeti morajo biti posebni ukrepi, da se 
zagotovi varnost podatkov med pošiljanjem sluţbam zunaj ozemlja 
pogodbenic. 
 
Ne glede na navedene slovenske pravne akte in tudi pravne akte Sveta Evrope in 
Evropske Unije  o varstvu osebni podatkov pa ne smemo pozabiti na določila Zakona 
o policiji. Zakon o policiji v četrtem poglavju ureja »Zbiranje, varstvo in zavarovanje 
podatkov«, s tem pa predstavlja temeljne pogoje za ureditev zbirk osebnih podatkov 
Policije in obdelovanja osebni podatkov v Policiji ter nadaljuje pravno ureditev zbirk 
(evidenc) osebnih podatkov, ki jih je začrtal ţe Zakon o evidencah javne varnosti. 
Pod okriljem sluţbe za informatiko in telekomunikacije danes deluje tudi Center za 
zaščito podatkov kateri upravlja, razvija in vzdrţuje sisteme, postopke in ukrepe za 
ščitenje osebnih in tajnih podatkov, ki se obravnavajo v okviru informacijsko-
telekomunikacijskega sistema policije, ter s protiprisluškovalnimi ukrepi in postopki  
ščiti delo in izvajanje nalog policije. Pripravlja predloge internih standardov, aktov in 
predpisov s področja zaščite podatkov policije ter v okviru informacijsko-
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telekomunikacijskega sistema skrbi za upoštevanje določb zakonov, ki urejajo 
ravnanje z osebnimi podatki in tajnimi podatki. Center za zaščito podatkov vodi 
katalog osebnih podatkov, katere upravlja policija in rešuje zahtevke posameznikov 
za vpogled v podatke, ki so o njih zabeleţeni v evidencah policije. Podatke iz teh 
evidenc na pisno zahtevo posreduje samo pooblaščenim uporabnikom. 
 
Med pripravami na vstop Slovenije v NATO in EU se izpostavijo zahteve po ureditvi 
tega področja oziroma vzpostavitvi enotnega sistema obravnavanja in varovanja 
tajnih podatkov. Tako na osnovi zahtev omenjenih »integracij« in tudi na osnovi 
prizadevanj Centra za zaščito podatkov nastane prvi slovenski Zakon o tajnih 
podatkih, ki je temelj tedaj še bodoče celovite pravne ureditve obravnavanja in 
varovanja tajnih podatkov. Na osnovi tega zakona je nato sprejeta vrsta 
podzakonskih predpisov, uredb in pravilnikov, katerih sprejem se zaokroţi s 
sprejemom Uredbe o varovanju tajnih podatkov v komunikacijsko – informacijskih 
sistemih. 
 
Na podlagi Zakona o tajnih podatkih je Center za zaščito podatkov izvedel vrsto 
aktivnosti, med drugim: pripravo predpisov (pravilnik, navodila), vzpostavitev sistema 
varnostnega preverjanja posameznikov in izdaje dovoljenj organizacijam za 
obravnavo tajnih podatkov; vzpostavitev različnih informacijskih, logistično-tehničnih 
in organizacijskih rešitev za varno obravnavanje in varovanje tajnih podatkov. Poleg 
tega je bil vzpostavljen sistem usposabljanja za področje tajnih podatkov, 
vzpostavljena so bila upravna in varnostna območja itd.  
 
Intenzivni razvoj  »policijske« informatike je neločljivo povezan z razvojem tako 
imenovanega policijskega informacijskega prava. 
 
V sodelovanju z IBM Slovenija in S&T se vzpostavlja nov sistem enotne prijave v 
informacijsko tehnologijo Policije na podlagi »večfunkcijske« pametne kartice, ki 
omogoča vpeljavo elektronskega certifikata in biometričnih podatkov.  
 
Zaradi uvedbe in razvoja interneta v policiji je bilo potrebno vzpostaviti in nato 
dograjevati sistem varnostne pregrade, ki preprečuje nepooblaščenim uporabnikom 
interneta vstop v informacijski sistem Policije, vzpostavljen je tudi dodatni sistem za 
odkrivanje vdorov v sistem preko interneta. Urejen je varen dostop preko prenosnega 
mobilnega računalniškega terminala, ki komunicira preko javnega mobilnega 
telefonskega omreţja. Uvedena sta bila avtomatizacija obdelave statističnih podatkov 
preko internetne varnostne pregrade in filtriranje določenega poštnega prometa na 
priključni točki policijske informacijske tehnologije na internet. Uvedeno je 
kriptoščitenje nove elektronske pošte ter internet protokola prenosa podatkov. Za 
varovanje dostopa do podatkov schengenskega informacijskega sistema je bila 
nabavljena potrebna oprema, ki omogoča, da sinhronizacija podatkov med 
centralnim in nacionalnim schengenskim informacijskim sistemom poteka po 
posebno kriptoščitnem komunikacijskem omreţju. 
  
Osnovna zaščita podatkov v informacijskih sistemih policije se izvaja preko 
registracijske prijave. Vsak uporabnik ima svoje geslo, v okviru katerega mu skrbnik 
zaščite določa pooblastila. V večini primerov delimo zaščito podatkov o policijskih 
dogodkih na funkcije:  
- vpogleda,  
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- spreminjanja podatkov,  
- brisanja podatkov, 
- dostop do arhivskih podatkov, 
- posebne funkcije verifikacij in 
- dostop do statističnih podatkov. 
 
Vsi dostopi do podatkov se zapisujejo v poseben dnevnik dela, rekonstrukcija 
pristopov  pa je moţna 10 let. 
 
O nevarnostih pri uporabi interneta se je začelo razmišljati s pojavom novih 
tehnologij, ki so omogočile velike spremembe – ne samo pri komuniciranju ampak 
tudi pri opravljanju vsakodnevnih nalog. Zaradi teh pridobitev pa smo postali tudi bolj 
ranljivi. Za tako imenovane »računalniške napadalce« so postali zelo zanimivi osebni 
in poslovni podatki ter različna varnostna gesla, z zlorabo katerih lahko naredijo 
velikansko škodo.  Tarča teh napadalcev niso samo vladne ustanove in finančne 
institucije, temveč tudi podjetja in fizične osebe. 
 
Vse računalniške povezave policije morajo biti ustrezno varovane, da ne pride do 
zunanjih vdorov in okuţb podatkov z računalniškimi virusi ali nepooblaščenih 
dostopov do podatkov. 
 
Danes so največja nadloga računalniški virusi, saj avtorji z njimi iščejo načine 
nepoštenega zasluţka. Tako današnji virusi zbirajo podatke o geslih in kreditnih 
karticah, nameščajo trojanske konje ter pošiljajo nenaročena sporočila. Varnost na 
internetu je proces, za katerega moramo stalno skrbeti in ga ni moč kupiti. Potrebno 
je stalno izobraţevanje uporabnika računalnika o varnosti. Največja napaka večine 
upornikov je nezavedanje o računalniški varnosti in nepremišljeno delo z 
računalnikom. Zelo pomembna je obveščenost o tem kaj se dogaja na internetu. Na 
vsakem računalniku je nujna uporaba programov za protivirusno zaščito, filtriranje 
sumljive pošte in za odstranjevanje vohunskih programov. Nujna je tudi dobra 
nastavitev in uporaba osebne poţarne pregrade. Zagotoviti moramo redno 
posodabljanje operacijskega sistema, varnostnih programov, spletnega brskalnika in 
ostale programske opreme s servisnimi oziroma varnostnimi posodobitvami 
proizvajalca. Priporočljivo je imeti vključeno samodejno posodabljanje sistema.  Vsi 
spletni brskalniki na obiskani strani puščajo številne podatke, zato je priporočljivo 
pogosto brisanje piškotov (Cookies) in zgodovine obiskanih strani. 
 
2.4.1 Informacijska varnostna politika policije 
 
Z dnem 08.07.2009 je v veljavo stopila Informacijska varnostna politika policije ki kot 
krovni strateško usmerjevalni dokument celostno omogoča implementacijo 
varnostnih standardov na področju informatike in telekomunikacij v policiji. 
 
Informacije in podatki policije so neprecenljive vrednosti, zato mora biti zanje 
zagotovljena ustrezna stopnja varnosti in razpoloţljivosti. 
 
Informacijska varnost zajema varovanje vseh podatkov in informacij ter 
komunikacijske in informacijske tehnologije oziroma komunikacijskega in 
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informacijskega sistema, ki je namenjen prenosu, obdelavi in shranjevanju teh 
podatkov. 
 
Namen varovanja podatkov in informacij je zagotavljanje neprekinjenega poslovanja 
in omejevanja škode s preprečevanjem in zmanjševanjem vpliva varnostnih 
incidentov. 
 
Varovanje informacije je zagotavljanje: 
- zaupnosti (dostop do informacij samo pooblaščenim osebam), 
- celovitosti (verodostojnost, nespremenljivost, avtorstvo informacij) in 
- razpoloţljivosti (dostop do informacij in informacijskih virov uporabnikom, ko to 
potrebujejo). 
 
Splošni cilj Informacijsko varnostne politike  je zagotoviti dostop do informacij skladno 
z zahtevami in pooblastili, nepooblaščenim pa preprečiti dostop do informacij. 
»Cilji Informacijsko varnostne politike policije so: 
1. ugotavljanje vrednosti informacijskih virov s pomočjo primerne ocene ogroţenosti, 
2. razumevanje ranljivosti in groţenj virom, ki jih izpostavljamo tveganjem, 
3. upravljanje s tveganji, da doseţemo sprejemljivo raven varnosti z načrtovanjem,  
    izvedbo in vzdrţevanjem formalnega sistema upravljanja varovanja informacij in 
4. zagotavljanje: 
- zaupnosti informacij, 
- celovitosti informacij in preprečevanje nepooblaščene spremembe, 
- razpoloţljivosti informacij in virov, ko jih pooblaščeni potrebujejo, 
- neprekinjenega poslovanje v največjem praktično izvedljivem obsegu, 
- izobraţevanja o informacijski varnosti (tveganjih, politikah) za vse zaposlene, 
- ukrepanja pri zaznavah kršitev informacijsko varnostne politike in sumih takih 
kršitev, 
- preprečevanja razkritja informacij nepooblaščenim osebam, 
- preprečevanja razkritja informacij z namernimi ali nepremišljenimi dejanji, 
- varovanja informacij pred nepooblaščenim dostopom in 
- skladnosti s predpisi« (MNZ, 2009). 
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3 ORGANIZACIJSKI  VIDIKI SISTEMA POLICIJE 
 
Ministrstvo za notranje zadeve v skladu z 9. členom Zakona o organizaciji in 
delovnem področju ministrstev opravlja naloge, ki se nanašajo na: 
- sistem, organizacijo in delovanje upravnih organov;  
- sistem financiranja, plač in drugih prejemkov v drţavni upravi; 
- sistem delovnih razmerij v drţavni upravi; 
- na nadzorstvo nad izvajanjem predpisov o upravnem postopku in na druge 
zadeve obče uprave; 
- izvedbo programov za pridobivanje izobrazbe, na izpopolnjevanje in 
usposabljanje na področju varnosti in notranjih zadev; 
- usposabljanje kadrov za opravljanje upravnih nalog in na strokovne izpite; 
- upravno statistiko; 
- gibanje in prebivanje tujcev; 
- potne listine, osebne izkaznice, prijavo in odjavo bivališča; 
- posest in nošenje ter promet oroţja in streliva, promet in prevoz eksplozivnih 
snovi ter prevoz drugih nevarnih snovi; 
- interesno in politično zdruţevanje ljudi, na zbiranje in javna zborovanja; 
- registracijo vozil in opravljanje vozniških izpitov; 
- drţavljanstvo, matične knjige in osebna imena; 
- javno varnost; 
- sistemsko in normativno urejanje zadev na delovnih področjih, kjer upravne 
nalog izvršuje policija in ki niso v pristojnosti drugih ministrstev; 
- usmerjanje in nadzor nad policijo. 
 
V Ministrstvu za notranje zadeve je bil ustanovljen urad na usmerjanje in nadzor 
policije, ki pripravlja strokovne podlage usmeritev, ki jih minister daje policiji za 
pripravo njenega srednjeročnega načrta razvoja in dela ter letnega načrta dela. Na 
osnovi usmeritev drţavnega zbora, vlade in drugih drţavnih organov ter v skladu za 
nacionalno varnostno politiko sodeluje pri pripravi izhodišč varnostne politike in 
strategije za njeno izvajanje, kakor tudi pri pripravi normativnih in tehničnih aktov, ki 
zavezujejo policijo. Naloge urada za usmerjanje in nadzor policije lahko razdelimo na 
organizacijske, normativnopravne in nadzorstvene. Prve vključujejo obravnavo 
predlogov in pobud policije za urejanje vprašanj s področja policije, ki niso v 
pristojnosti drţavnega zbora, vlade ali ministra za notranje zadeve, pripravo 
predlogov obveznih navodil in nalog, ki jih na podlagi zakonskih pooblastil minister 
daje policiji, in pripravo predlogov za ministra o določenih stališčih oziroma predlogov 
usmeritev za reševanje posameznih vprašanj z delovnega področja policije, če to 
zahteva generalni direktor policije. Pomembna naloga urada je nadzor vseh področij 
policijskega dela s poudarkom na varovanju človekovih pravic in temeljnih svoboščin 
posameznikov pri uporabi policijskih pooblastil. Gre za tako imenovani zunanji 
upravni nadzor, če pojmujemo policijo kot eno od dveh oboroţenih organov v drţavi, 
pa lahko govorimo tudi o obliki civilnega nadzorstva. 
 
Zakon o policiji, ki je začel veljati 18. julija 1998, v prvem členu poglavja »Splošne 
določbe« govori da je policija organ v sestavi Ministrstva za notranje zadeve 
Republike Slovenije. Policija je s tem pridobila visoko stopnjo samostojnosti, 
predvsem na področju opravljanja policijskih nalog in policijskih pooblastil. Njena 
neodvisnost se kaţe še na finančnem in kadrovskem področju, saj ima v drţavnem 
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proračunu lastno postavko, generalni direktor policije kot predstojnik organa v sestavi 
odloča o delovnem statusu zaposlenih, kadrovska sluţba pa skrbi za zaposlovanje v 
policiji. Policiji neodvisnosti, samostojnosti in strokovnosti ne zagotavlja le Zakon o 
policiji, ki je močno zmanjšal moţnost vplivanja politike, lokalnih interesov in drugih 
centrov moči, temveč predvsem jasno definirana pooblastila policistov, pravila 
policijske etike, poudarjeno izobraţevanje in stalno usposabljanje zaposlenih. 
Policijsko samostojnost opredeljujejo tudi Ustava Republike Slovenije, Zakon o 
kazenskem postopku, Kazenski zakonik, Zakon o tujcih, Zakon o nadzoru drţavne 
meje, Zakon o prekrških, Zakon o varstvu javnega reda in miru in še mnogi drugi 
predpisi. 
 
Cilj tovrstne preobrazbe slovenske policije je moderna in po evropskih merilih 
oblikovana policijska organizacija, ki bo sposobna učinkovito odgovoriti na izzive 
sodobnega ţivljenja in zagotoviti visoko stopnjo varnosti. Na kratko, gre za 
racionalizacijo policijske organizacije, ki bo še proţnejša in prijaznejša drţavljanom.  
 
Na podlagi 3. člena Zakona o policiji Policija opravlja naslednje naloge: 
- varuje ţivljenje, osebno varnost in premoţenje ljudi, 
- preprečuje, odkriva in preiskuje kazniva dejanja in prekrške, odkriva in prijema 
storilce kaznivih dejanj in prekrškov, druge iskane osebe ter jih izroča 
pristojnim organom, 
- vzdrţuje javni red, 
- nadzoruje in ureja promet na javnih cestah in nekategoriziranih cestah v 
uporabi za javni promet,  
- varuje drţavno mejo in opravlja mejno kontrolo,  
- opravlja naloge, določene v predpisih o tujcih,  
- varuje določene osebe, organe, objekte in okoliše,  
- varuje določena delovna mesta in tajnost podatkov drţavnih organov, če z 
zakonom ni drugače določeno in 
- izvaja naloge, določene v tem in drugih zakonih in podzakonskih aktih. 
 
Slovenska policija zagotavlja visoko stopnjo notranje varnosti vsem prebivalcem 
Republike Slovenije tako, da ščiti ustavno ureditev, demokratični politični sistem, 
človekove pravice in temeljne svoboščine ter druge ustavnopravne vrednote. 
Delovanje policije temelji na uveljavljanju in spoštovanju pravnega reda. V sodobni 
komunikacijski druţbi pa je za kakovostno opravljeno policijsko delo vse bolj 
pomembno obvladovanje komunikacijskih veščin. Način komunikacije je tisti s 
katerim si za uveljavitev te moči policija zagotavlja podporo in sodelovanje javnosti. 
Merilo uspešnosti policije je zaupanje javnosti in njeno zadovoljstvo s policijskim 
delom. 
 
Vizija slovenske policije je s prilagajanjem okoliščinam, razvojem potencialov in 
vzpostavljanjem partnerskih odnosov s prebivalci Slovenije soustvarjati varnostni 
sistem, ki omogoča kakovostno ţivljenje in ohranja varnost kot razpoznavno 
značilnost Slovenije. Z v skupnost usmerjenim policijskim delom  ţeli zgraditi čim 
boljše partnerske odnose s prebivalci. 
 
Zakoni dajejo policistom različna pooblastila, s katerimi na določen način posegajo v 
človekovo integriteto in njegove pravice, vendar jih policisti ne morejo in ne smejo 
uporabiti brez utemeljenega razloga, pač pa so jih dolţni uporabiti ob vsakem času 
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za preprečitev nezakonitega dejanja, s katerim je ogroţeno ţivljenje, osebna varnost 
ali premoţenje ljudi. O vsaki uporabi kakršnegakoli pooblastila so dolţni pisno 
poročati svojemu predpostavljenemu, ki preveri upravičenost uporabe in je v primeru 
ugotovljene neupravičene uporabe dolţen ukrepati v skladu z zakonom. 
 
Za izvajanje z zakonom določenih nalog uporablja policija standardizirano in 
tipizirano tehnično opremo, med katero sodijo prevozna sredstva, ţivali v policiji in 
oprema zanje, oprema za nadzor cestnega prometa in drţavne meje, informacijska in 
telekomunikacijska oprema, kriminalistično-tehnična oprema, specialna operativna 
tehnika, oboroţitev in plinska sredstva, posebna tehnična sredstva in pripomočki, 
posebna zaščitna sredstva, pirotehnična oprema ter oprema delavnic, laboratorijev in 
kabinetov. 
 
Sedeţ policije je v Ljubljani. Na dan 31.12.2008 je bilo v policiji zaposlenih 7781 
policistov, od tega 6164 uniformiranih in 1617 neuniformiranih policistov, ostalih 
delavcev policije pa je bilo 1521. Policija opravlja svoje naloge na treh ravneh: 
drţavni, regionalni in lokalni ravni. Organizacijsko jo sestavljajo generalna policijska 
uprava, policijske uprave in policijske postaje. Na drţavni ravni naloge policije 
opravlja Generalna policijska uprava, na regionalni ravni policijske uprave, na lokalni  
pa policijske postaje, policijski oddelki in policijske pisarne. Generalna policijska 
uprava izvaja regulativno, koordinativno in nadzorstveno funkcijo za delovanje 
celotne policije, policijske uprave pa za območje delovanja na regionalni in lokalni 
ravni. Policijske postaje skrbijo za varnost na lokalni ravni in opravijo več kot 90 
odstotkov vseh policijskih nalog. 
 
 
3.1 SODELOVANJE Z DRŢAVNIMI ORGANI IN NEVLADNIMI ORGANIZACIJAMI 
 
Policija v pravni drţavi ne opravlja sistemskih interakcij le z  upravnim podsistemom, 
temveč sodeluje tudi z drugimi podsistemi. Policijska dejavnost namreč ne poteka 
avtonomno, ampak je vpeta v druţbeno dogajanje. Da bi policija lahko učinkovito 
odgovorila na druţbene izzive, ne zadostuje le pravna pomoč in strokovno znanje, 
temveč je nujno sodelovanje tako z drţavnimi kot z nevladnimi organizacijami 
oziroma s civilno druţbo nasploh. Policija išče svojo legitimnost v odnosu do obeh 
(drţave in civilne druţbe). Za drţavo je namreč nujna njena oblastna funkcija, ki jo 
izvajajo različni drţavni organi in med njimi tudi policija. Civilna druţba, ki lahko 
obstaja le v pravni drţavi, pa s svojim civilizacijskim nabojem deluje kot preventivni 
dejavnik oziroma blaţilec neizogibnih učinkov legalnega in legitimnega »drţavnega 
nasilja«.  
 
Vključevanje in povezovanje različnih skupin civilne druţbe s policijo je pomembno, 
saj prispeva k boljšemu medsebojnemu povezovanju, razumevanju in spoštovanju. 
Slovenska policija se tega dobro zaveda, zato je to vključila ţe v proces 
izobraţevanja bodočih policistov na policijski akademiji. Kandidatom za poklic 
policista predavajo predstavniki različnih nevladnih organizacij oziroma civilne 
druţbe. Spekter nevladnih in civilnih skupin, s katerimi sodeluje policija je raznolik: od 
predstavnikov romske skupnosti, Mirovnega inštituta, Urada za intervencije do 
predstavnikov Amnesty Internacional. V policiji cenijo njihove kritične poglede, saj 
tako dvignejo kakovost svojega dela v praksi. Vsekakor lahko le skupaj opravijo in 
blaţijo konfliktne situacije, ki izvirajo iz represivne narave policijskega dela. 
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Tudi seznam drţavnih institucij in vladnih sluţb s katerimi sodeluje policija je dolg in 
zajema od ministrstva za obrambo, ministrstva za finance, ministrstva za pravosodje, 
ministrstva za delo, druţino in socialne zadeve, ministrstva za informacijsko druţbo 
do Slovenske varnostno-obveščevalne sluţbe in toţilstev. Vsebinsko je najbolj 
raznoliko sodelovanje z ministrstvom za finance oziroma z njegovim organom v 
sestavi – carino in tudi z ministrstvom za obrambo, kjer sodeluje tako z Upravo za 
zaščito in reševanje, Slovensko vojsko in Obveščevalno-varnostno sluţbo. 
 
Policija v okviru svojih pristojnosti sodeluje tudi s Centrom vlade za informatiko, 
Gorsko reševalno sluţbo, Upravo za jedrsko varnost, prometnim, delovnim in trţnim 
inšpektoratom, regijskimi centri za obveščanjem ter planinsko in smučarsko zvezo. 
Med svojimi partnerji ima na seznamu Slovenske ţeleznice, Avto-moto zvezo, Zvezo 
šoferjev in avtomehanikov, Svet za preventivo in vzgojo v cestnem prometu, cestna 
podjetja in podjetja, ki se ukvarjajo s prevozi nevarnega blaga idr. Sodelovanje z 
njimi presega okvire funkcionalnega sodelovanja, saj svetuje, strokovno pomaga, 
organizira strokovne in znanstvene posvete, se udeleţuje najrazličnejših javnih 
tribun, okroglih miz in konferenc, daje izvedenska mnenja, sodeluje pri izvedbi učnih 
programov visokih šol in fakultet ter se na ta način vključuje v oblikovanje 
druţbenega prostora. 
 
Za dobro delo policije, predvsem njene kriminalistične veje, je izrednega pomena 
dobro sodelovanje z drţavnimi toţilci. Njihova poudarjena vloga ne pomeni ukinitve 
relativne samostojnosti kriminalističnega preiskovanje, nasprotno, prispeva k 
učinkovitejšemu zbiranju dokazov v zahtevnejših zadevah, ki se kaţe v povečanem 
deleţu obsodilnih obsodb. Poleg teh, z zakoni opredeljenih oblik sodelovanja, policija 
s toţilstvom sodeluje pri pripravi pobud za spremembo predkazenskega postopka. 
Izmenjava stališč in mnenj, medsebojna izmenjava predavateljev, soavtorstvo v 
strokovnih člankih in soorganiziranje strokovnih posvetov so postale ţe stalne oblike 
medsebojnega sodelovanja. Tudi sodelovanje s preiskovalnimi sodniki presega 
obvezne oblike, ki jih določa pravni red. Gre za pestro komunikacijo, v kateri se 
oblikujejo marsikatera skupna stališča o posamezni problematiki, na primer o 
problemih v zvezi z odredbami in o vlogi policije pri uporabi tajnih ukrepov za 
preiskovanje teţjih kaznivih dejanj.  
 
Naša drţava bi brez sodelovanja policije in njenega vodstva teţko oblikovala in 
razvijala varnostne procese ter načrtovala in izvajala dejavnosti za zagotavljanje 
varnosti tako na drţavni kot na mednarodni ravni. V okvir tovrstnih prizadevanj spada 
svetovanje organom in organizacijam, sooblikovanje zakonskih besedil, priprava 
podzakonskih gradiv, sodelovanje v mednarodnih delovnih skupinah, priprava poročil 
za obravnavo na sejah drţavnega zbora in vlade, vključevanje v protokolarne 
dejavnosti drţavnih organov itd. Za sodelovanje v policiji pripravljajo ustrezna 
gradiva, pobude in mnenja.  
 
Ena izmed vrednot policijskega dela je varovanje človekovih pravic in svoboščin ter 
njegovega dostojanstva, zato policija varuhu človekovih pravic dosledno posreduje 
podatke, ki jih zahteva. Vsako njegovo pobudo vodstvo policije skrbno prouči in če se 
z njo iz varnostnih, pravnih ali drugih razlogov ne strinja, razloge v odgovoru 
obrazloţi. Varuha in njegove sodelavce prav tako vabi na vse posvete, ki jih 
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organizira. Na skupnih srečanjih z varuhom človekovih pravic in njegovimi sodelavci 
skušajo rešiti odprta vprašanja in poenotiti stališča. 
 
 
3.2 SLUŢBA ZA INFORMATIKO IN TELEKOMUNIKACIJE 
 
Za upravljanje informacijsko-telekomunikacijskega sistema, s katerim policija 
obvladuje mnoţico podatkov in informacij, ki nastajajo in kroţijo v organizaciji, je 
pristojna Sluţba za informatiko in telekomunikacije, v kateri je zaposlenih okoli 170 
ljudi. Sluţba za informatiko in telekomunikacije skrbi za nemoteno delovanje vseh 
informacijskih in telekomunikacijskih servisov, ki podpirajo izvajanje nalog policije, ter 
za uvajanje in razvoj informacijske in telekomunikacijske infrastrukture. Pri tem 
sodeluje z ministrstvom za notranje zadeve ter drugimi drţavnimi organi pri 
povezovanju v informacijske in telekomunikacijske sisteme drţavne uprave ter pri 
sprejemanju veljavnih standardov. Sluţbo za informatiko in telekomunikacije 
sestavljajo vodstvo, center za informatiko, center za telekomunikacije in center za 
zaščito podatkov. 
 
Vodstvo sluţbe za informatiko in telekomunikacije opravlja naloge načrtovanja, 
organiziranja in vodenja.  Vodstvo usklajuje delo centrov in pripravlja razvojno-
planske in normativne dokumente. Koordinira delovanje, izpopolnjevanje in 
usposabljanje, nabavo informacijsko-telekomunikacijske opreme policije, izvedbo 
javnih naročil ter spremlja porabo dodeljenih proračunskih sredstev. 
 
Center za informatiko upravlja, razvija in vzdrţuje informacijski sistem policije in skrbi 
za delno podporo informacijskega sistema ministrstva za notranje zadeve in upravnih 
notranjih zadev. Center za informatiko sestavlja šest odsekov, ki so organizirani za 
področje sistemske in aplikativne podpore ter za področje informacijske strojne 
opreme. Center za informatiko organizira izobraţevane tečaje za uporabo lastnih 
aplikacijskih rešitev ter nekaterih standardnih programskih orodij. Osrednji del 
informacijskega sistema je centralni streţnik, do katerega ima dostop preko 7000 
uporabnikov. Na centralnem streţniku so policijske podatkovne baze in podatkovne 
baze upravnih notranjih zadev. Za dostop uporabniki uporabljajo osebne računalnike, 
ki so na nekaterih lokacijah povezani v lokalna računalniška omreţja, terminale in 
mobilne terminale. 
 
Center za telekomunikacije izvaja smiselno zaokroţene delovne procese s področja 
telekomunikacij. Poleg osnovnih dejavnosti vzdrţuje elektronsko opremo ter opremo 
za tehnično varovanje in videonadzor. Ukvarja se s projektiranjem, načrtovanjem, 
gradnjo in nadziranjem ter vzdrţevanjem policijskih digitalnih in analognih radijskih 
omreţij, linijskih prenosnih sistemov, sistemov za medmreţna povezovanja in drugih. 
Sodeluje pri standardizaciji, tipizaciji in sistemizaciji telekomunikacijske, elektronske 
in druge opreme ter jo testira. 
 
Center za zaščito podatkov upravlja, razvija in vzdrţuje sisteme, postopke in ukrepe 
za ščitenje osebnih in tajnih podatkov, ki se obravnavajo v okviru informacijsko-
telekomunikacijskega sistema policije, ter s protiprisluškovalnimi ukrepi in postopki  
ščiti delo in izvajanje nalog policije. Pripravlja predloge internih standardov, aktov in 
predpisov s področja zaščite podatkov policije ter v okviru informacijsko-
telekomunikacijskega sistema skrbi za upoštevanje določb zakonov, ki urejajo 
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ravnanje z osebnimi podatki in tajnimi podatki. Center za zaščito podatkov vodi 
katalog osebnih podatkov katere upravlja P olicija, rešuje zahtevke posameznikov za 
vpogled v podatke, ki so o njih zabeleţeni v evidencah policije. Podatke iz teh 
evidenc na pisno zahtevo posreduje samo pooblaščenim uporabnikom. 
 
 
3.3 PROMETNA POLICIJA 
 
Pred drugo svetovno vojno so cestni promet nadzorovali policijski straţniki. Policija ni 
imela motornih vozil, zato so oroţniki in policisti opravljali sluţbo peš izjemoma pa s 
kolesi. Tudi po drugi svetovni vojni je bilo kolo le ponekod sestavni del policijske 
opreme.  Avtomobili so le počasi postajali sredstvo za opravljanje policijskega dela, 
pa čeprav so bile takoj po vojni ţe organizirane postaje ljudske milice za nadzor 
cestnega prometa. Najprej sta bili enoti prometne milice organizirani v Ljubljani in 
Mariboru. Danes ima vsaka policijska uprava eno številčnejšo prometno enoto – 
postajo prometne policije, ki nadzoruje in ureja promet na javnih cestah in ukrepa 
zoper kršitelje cestnoprometnih predpisov ter opravljajo oglede prometnih nesreč. 
Prometni policisti pristojne organe opozarjajo na pomanjkljivosti in napake, na primer 
na neustrezne vozne in tehnične razmere ali na neustrezno stanje cestne opreme in 
signalizacije, sodelujejo pri zavarovanju izrednih prevozov in varovanju prireditev na 
cesti. 
 
Prometnim policistom je v veliko pomoč pri delu ustrezna oprema. Sprva je bila 
njihova oprema skromna: motorno kolo s prikolico ali brez nje, lopar za ustavljanje 
vozil in pribor za merjenje ob prometnih nesrečah; danes pa je njihova oprema 
primerljiva z opremo tujih policij. 
 
Delo policije bi bilo nemogoče brez sodobnih informacijskih in telekomunikacijskih 
sistemov in storitev.  Dela policista si danes ne moremo predstavljati brez osebnega 
računalnika, na katerem nastajajo policistovi pisni izdelki kot so kazenske ovadbe, 
zapisniki o prometni nesreči, obdolţili predlogi na sodišče in najrazličnejša poročila, 
ki jih mora pripraviti za svoje predpostavljene. Preko osebnega računalnika je policist 
povezan v lokalno omreţje; preko dostopa na centralni računalnik išče, preverja 
podatke po najrazličnejših evidencah, ki so vzpostavljene v skladu z Zakonom o 
policiji in katerih skrbnica je policija. 
 
Policija je v letu 2008 obravnavala skupaj 22780 prometnih nesreč. V prometnih 
nesrečah je v preteklem letu umrlo 200 oseb, 1068 oseb se je hudo telesno 
poškodovalo, 11341 oseb pa se je laţje telesno poškodovalo. Najpogostejši vzrok 
prometnih nesreč je prevelika hitrost voznikov, sekundarni vzrok nesreč pa je na 
prvem mestu voţnja pod vplivom alkohola (2590 oziroma 12,6% povzročiteljev 
prometnih nesreč je vozilo pod vplivom alkohola, povprečna stopnja alkoholiziranosti 
pa je bila 1,51 grama alkohola na kilogram krvi). 
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4 NORMATIVNA UREDITEV POLICIJE 
 
 
Policija je represivni organ drţave. Policija svoje naloge opravlja na treh temeljnih 
zakonih: Zakon o policiji, Zakon o kazenskem postopku in Zakon o prekrških. Prav 
tako policija opravlja svoje naloge na podlagi in v skladu vseh ostalih pravno 
veljavnih zakonov in podzakonskih aktov Republike Slovenije. Zelo pomembna 
novost za delo policije je Zakon o splošnem upravnem postopku, s katerim so se 
postopki drţavnih organov definirali, s tem pa so se določila splošna pravila upravnih 
postopkov.  
 
Policija mora delovati oziroma postopati v skladu z Zakonom o splošnem upravnem 
postopku vedno, kadar ni v zakonu drugače določeno, zato bodo v nadeljevanju 
podrobneje predstavljeni temeljni pojmi in načela tega zakona. 
 
 
4.1 ZAKON O SPLOŠNEM UPRAVNEM POSTOPKU (Ur. l. RS 24/06) 
 
Upravni in drugi drţavni organi (tudi Policija), organi lokalnih skupnosti in nosilci 
javnih pooblastil morajo postopati po Zakonu o splošnem upravnem postopku, kadar 
odločajo v upravnih zadevah. 
 
Upravna zadeva po tem zakonu predstavlja odločanje o pravici, obveznosti ali pravni 
koristi fizične ali pravne osebe oziroma druge stranke na področju upravnega prava. 
Upravna zadeva  je obstoječe ali predvidljivo nasprotje med interesom posameznika 
in javnim interesom. Pri odločanju v upravnih zadevah organ odloča o pravicah, 
obveznostih ali pravnih koristih strank. Šteje se, da gre za upravno zadevo, če je s 
predpisom določeno, da organ o neki zadevi vodi upravni postopek, odloča v 
upravnem postopku ali izda upravno odločbo oziroma, če to zaradi varstva javnega 
interesa izhaja iz narave stvari.  
 
Zakon o splošnem upravnem postopku ureja splošna pravila upravnega postopka in 
se uporablja na vseh upravnih področjih in vseh upravnih stvareh. Nekatera upravna 
področja pa so tako specifična, da pravila Zakona o splošnem upravnem postopku 
ne ustrezajo ali ne zadoščajo. V takem primeru lahko poseben zakon uredi posebna 
pravila upravnega postopka ki jih imenujemo posebni upravni postopek.  
 
Če je na posameznem upravnem področju predpisan posebni upravni postopek se 
praviloma (prvenstveno) uporabljajo posebna pravila postopka, subsidiarno ali 
dopolnilno pa pravila splošnega upravnega postopka. Poseben postopek lahko ureja 
posamezna pravila postopka drugače kot so urejena po Zakonu o splošnem 
upravnem postopku, vsem postopkom pa so skupna temeljna načela upravnega 
postopka, ki veljajo tudi na vseh področjih urejenih s posebnim postopkom. Načela 
upravnega postopka pa zagotavljajo minimalno in enako varstvo pravic zato jih 
posebni zakoni  ne morejo urejati drugače ali izključevati, ker bi bilo v tem primeru 
temeljno varstvo pravic strank na različnih področjih različno. 
 
Temeljna načela upravnega postopka po Zakonu o upravnem postopku predstavljajo 
minimalno procesno-varstvene standarde za stranko ter nujno obvezna pravila 
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postopanja za organ. Temeljna načela so hkrati interpretativna pravila za razlago 
posameznih procesnih institutov splošnega upravnega postopka in posebnih 
upravnih postopkov. Temeljna načela tudi usmerjajo ves postopek v smiselno 
procesno celoto in razkazujejo način vodenja postopka in odločanja v upravnih 
stvareh.  
 
Zakon o splošnem upravnem postopku v členih od 6. do 14. navaja in pojasnjuje 
temeljna  načela upravnega postopka:  
- načelo zakonitosti, 
- varstvo pravic strank in varstvo javnih koristi, 
- načelo materialne resnice,  
- prosta presoja dokazov, 
- samostojnost pri odločanju, 
- načelo zaslišanja stranke, 
- dolţnost govoriti resnico in pošteno uporabljati pravice,    
- pravica do pritoţbe – načelo dveh stopenj upravnega postopka in 
- ekonomičnost postopka. 
 
V upravnem postopku se odloča o pravicah ali pa o obveznosti strank, zato se lahko 
postopek začne na dva različna načina. V primeru, ko stranka uveljavlja od drţave 
priznanje njegove pravice ali pravnega interesa, se bo ta postopek praviloma začel 
na podlagi njegove zahteve, saj sam odloča ali bo pravico uveljavljal ali ne. V 
primerih zakonsko določenih obveznosti stranke do drţave pa bo postopek začel 
organ po uradni dolţnosti. 
 
Upravni postopek je po uradni dolţnosti uveden ko organ opravi kakšno dejanje 
postopka s katerim bo na podlagi predpisov odločil o obveznosti stranke. Takšna 
dejanja so na primer evidentiranje nove upravne zadeve, pridobivanje ali izvajanje 
dokazov, itd. Na zahtevo stranke pa je upravni postopek uveden, ko organ prejme 
vlogo in niso podani razlogi za zavrţenje vloge po Zakonu o splošnem upravnem 
postopku. 
 
Kadar je potrebno, da z neposrednim zaznavanjem ugotavlja določena dejstva 
uradna oseba odredi ogled. Ogled je med dokazili edini, ki uradno osebi omogoča 
neposredno zaznavanje spornih dejstev in se zato z ogledom pridobi neposredne 
dokaze. Pri ogledu ne gre samo za vidne zaznave, temveč tudi zaznave preko sluha, 
vonja, tipa ali okusa. 
 
Ogleda se lahko stvari, prostore in druge nepremičnine (zemljišča), predmet ogleda 
oziroma pregleda pa so lahko tudi fizične osebe. 
 
Posebna kategorija stvari, ki je predmet ogleda, je stanovanje, ki je varovano z 
ustavo. Ogled stanovanja se lahko opravi le na podlagi odločbe sodišča, razen če 
ogled njenega stanovanja zahteva stranka sama. Odločbo za ogled stanovanja izda 
stvarno in krajevno pristojno sodišče. 
 
Ogled se opravi na sedeţu organa če so predmeti prenosljivi oziroma so prenosljivi 
brez škode na teh predmetih, sicer pa se ogled opravi na terenu.  
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O ogledu se piše zapisnik, kjer se navedejo ugotovitve ogleda. Če se ogledajo 
stanovanjski prostori mora uradna oseba pridobiti sklep sodišča o dovolitvi vstopa v 
tuje stanovanje. K takemu ogledu se povabi dve neodvisni priči, ki podpišeta tudi 
zapisnik o ogledu. Ogled je sklenjen s podpisom zapisnika udeleţencev ogleda.  
 
Izjava stranke se lahko uporabi kot dokaz kadar ni drugih neposrednih dokazov 
oziroma če bi bil moţen dokaz z zaslišanjem priče, ki ţivi v oddaljenem kraju in to ne 
bi bilo v sorazmerju s pomenom zadeve. Stranko se pred prevzemom izjave opozori 
na dolţnost govoriti resnico ter na kazensko in materialno odgovornost, če bi dala 
krivo izjavo. Izjava se da na zapisnik pri organu pred uradno osebo.   
 
Če obstoji bojazen, da bodo dokazi, ki naj se uporabijo v postopku, uničeni ali 
spremenjeni ali se jih ne bo dalo izvesti ko bo začet dokazni postopek, se lahko taki 
dokazi zavarujejo. Dokaze zavaruje uradna oseba na predlog stranke ali pa po 
uradni dolţnosti. Dokaz se zavaruje tako, da se takoj izvede. Dokaz med postopkom 
zavaruje organ, ki vodi postopek.  
 
Poseben pomen v upravnem postopku ima zapisnik, zato Zakon o splošnem 
upravnem postopku v členih 74. do 81. skoraj do podrobnosti določa, kaj mora 
vsebovati in kako ga je treba pisati. Zapisnik nam nudi natančno sliko o tem, kako je 
postopek potekal. Z njim se zbere in ohrani v dokumentu ves material, ki je 
pomemben za izdajo odločbe. Zapisnik ni namenjen le uradni osebi, ki odloča v 
upravni zadevi, temveč je pomemben za vse organe, ki odločajo v konkretnem 
postopku, organe, ki odločajo o pritoţbi, sodišča, ki odločajo v upravnem sporu, prav 
tako pa je pomemben tudi za vse, ki se ţelijo seznaniti z vsebino dejanj v postopku 
na podlagi pravice do pregleda, prepisa ali preslikave potrebnih dokumentov. 
Zapisnik je torej dokaz o poteku in vsebini opravljenega dejanja in danih ustnih izjav. 
Zapisnik sestavi organ o vseh pomembnih dejanjih v postopku, zlasti pa o; zaslišanju 
strank, prič, izvedencev, ter o ogledu. O manj pomembnih dejanjih v postopku pa 
naredi uradni zaznamek.  
Zapisnik sestavlja uradna oseba, ki opravlja procesno dejanje. V zapisniku se 
navede organ, ki zapisnik vodi, dan, uro in kraj kjer se zapisnik sestavlja, predmet o 
katerem se zapisnik obravnava, udeleţenci procesnega dejanja, nato se navajajo 
ugotovitve pri procesnem dejanju. Zapisnik se piše v prvi osebi ednine in zdrţema po 
moţnosti brez prekinitev. Če se pisanje zapisnika prekine ali procesno dejanje 
preloţi, se navede, da je bilo pisanje zapisnika prekinjeno in kdaj se bo nadaljevalo. 
Ko pa se nadaljuje pa se napiše tudi kdaj se je nadaljevalo. Ugotovitve oziroma 
izjave se pišejo tako da se v zapisnik na kratko povzamejo. Izjave udeleţencev, od 
katerih je odvisna odločitev v upravni zadevi imajo poseben pomen, zato je potrebno 
takšne izjave navesti v prvi osebi dobesedno. 
Če se k zapisniku priloţijo listine se to navede v zapisnik, listine pa overijo in se tudi 
navede v zapisnik, da so overjene. Če pa so bile listine samo prebrane in overjene, 
se njihova vsebina na kratko povzame na zapisnik.  
V zapisniku ni dovoljeno nič brisati ali radirati. Napake se lahko prečrtajo, tako da je 
prečrtano berljivo, lahko pa se popravljajo v pisni obliki.  
Zapisnik se sklene tako, da si ga udeleţenci preberejo ali jim ga prebere uradna 
oseba, razen če izjavijo vsi ali posameznik, da so narek zapisnika spremljali in ga ne 
bodo brali. Kdor se z zapisnikom ne strinja lahko da pripombe na zapisnik in se nato 
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podpiše. Zapisnik podpišejo vse stranke postopka, uradna oseba, zapisnikar in drugi 
udeleţenci. Podpis uradne osebe ima značaj overitve zapisnika. Zaslišane osebe 
podpisujejo le tisti del zapisnika, kjer so zapisane njihove izjave. V primeru, da kdo 
noče podpisati zapisnika, se navede razlog odklonitve podpisa. 
Zapisnik sestavljen v skladu z določbami Zakona o splošnem upravnem postopku 
ima značaj javne listne. Za javne listine velja pravna domneva resničnosti, kar 
pomeni, da se lahko vsakdo zanese, da je njihova vsebina pravilna in ima popolno 
dokazno moč.  
 
4.2 ZAKON O POLICIJI (Ur. l. RS 107/06) 
 
Z Zakonom o policiji, ki je začel veljati 18. julija 1998, je Policija postala organ v 
sestavi Ministrstva  za notranje zadeve Republike Slovenije (1. člen). Policija je pri 
svojem delu sicer samostojna, vendar ji ministrstvo določa razvojne, organizacijske in 
druge temeljne usmeritve za njeno delo, skrbi za njeno finančno poslovanje in 
investicije ter koordinira in usklajuje policijski informacijski in telekomunikacijski 
sistem s sistemi drugih drţavnih organov. Ministrstvo pa tudi usmerja in nadzoruje 
izvajanje nalog policije (2. člen). 
Na podlagi 3. člena Zakona o policiji Policija varuje ţivljenje, osebno varnost in 
premoţenje ljudi, preprečuje, odkriva in preiskuje kazniva dejanja in prekrške, 
odkriva in prijema storilce kaznivih dejanj in prekrškov, druge iskane osebe ter jih 
izroča pristojnim organom, vzdrţuje javni red, nadzoruje in ureja promet na javnih 
cestah in nekategoriziranih cestah v uporabi za javni promet, varuje drţavno mejo in 
opravlja mejno kontrolo, opravlja naloge, določene v predpisih o tujcih, varuje 
določene osebe, organe, objekte in okoliše, varuje določena delovna mesta in tajnost 
podatkov drţavnih organov, če z zakonom ni drugače določeno izvaja naloge, 
določene v tem in drugih zakonih in podzakonskih aktih. 
 
Pristojnosti policistov so podrobneje določene z Zakonom o policiji, ki v 33. členu 
pravi: »Pri opravljanju nalog smejo policisti opozarjati, ukazovati, ugotavljati identiteto 
in izvesti identifikacijski postopek, varnostno preverjati osebe, vabiti, opraviti 
varnostni pregled, prepovedati gibanje, opraviti protiteroristični pregled prostorov, 
objektov, naprav in območij, prijeti in privesti osebo, pridrţati osebo, odrediti stroţji 
policijski nadzor, zaseči predmete, vstopiti v tuje stanovanje in v tuje prostore, 
uporabiti prevozna in komunikacijska sredstva, uporabiti tajne policijske ukrepe, 
prisilna sredstva in uporabiti druga pooblastila, določena v zakonih.« 
 
 
4.3 ZAKON O KAZENSKEM POSTOPKU (Ur. l. RS 32/07) 
 
Policijska pooblastila določa tudi Zakon o kazenskem postopku. Po katerem sme 
policist, če so podani razlog za sum, da je bilo storjeno kaznivo dejanje, za katero se 
storilec preganja po uradni dolţnosti in v določenih dodatnih razlogih: zbirati obvestila 
od oseb, opraviti pregled prevoznih sredstev, potnikov in prtljage, za nujno potreben 
čas omejiti gibanje na določenem prostoru, ukreniti, kar je potrebno v zvezi z 
ugotavljanjem istovetnosti oseb in predmetov, razpisati iskanje oseb in stvari, ki se 
iščejo, v navzočnosti odgovorne osebe opraviti pregled določenih objektov in 
prostorov podjetij in drugih pravnih oseb ter pregledati njihovo dokumentacijo, vabiti 
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osebe v uradne prostore, napotiti osebo, ki jo najde na kraju kaznivega dejanja k 
preiskovalnemu sodniku ali jo zadrţati do njegovega prihoda, fotografirati določeno 
osebo, vzeti prstne odtise ter objaviti fotografijo, opraviti ogled kaznivega dejanja, 
odrediti potrebno izvedensko delo, vzeti prostost in pridrţati določeno osebo, vstopiti 
v tuje stanovanje in druge prostore, preiskati stanovanje in druge prostore, opraviti 
osebno preiskavo, zaseči določene predmete, uporabiti posebne ukrepe za 
preiskovanje teţjih kaznivih dejanj in nadzorovati določene ukrepe za zagotovitev 
obdolţenčeve navzočnosti v postopku (148. člen). 
 
V Zakonu o kazenskem postopku so uzakonjena pooblastila policije, ki jih izvaja v 
predkazenskem postopku, V Zakonu o prekrških pa pooblastila, ki jih izvaja v 
postopku o prekršku. Poleg tega policijo pooblaščajo s konkretnimi pooblastili tudi 
nekateri drugi zakonski akti, ko so naprimer Zakon o nadzoru drţavne meje, Zakon o 
tujcih, Zakon o varnosti cestnega prometa in podobni. 
 
 
4.4 PRAVILNIK O POLICIJSKIH POOBLATILIH (Ur. l. RS 56/08) 
 
Zakoni dajejo policistom različna pooblastila, s katerimi na določen način posegajo v 
človekovo integriteto in njegove pravice, vendar jih policisti ne morejo in ne smejo 
uporabiti brez utemeljenega razloga, pač pa so jih dolţni uporabiti ob vsakem času 
za preprečitev nezakonitega dejanja, s katerim je ogroţeno ţivljenje, osebna varnost 
ali premoţenje ljudi. O vsaki uporabi katerega koli pooblastila so dolţni pisno 
poročati. Ker se z uporabo policijskih pooblastil po eni strani posega v človekove 
svoboščine in pravice, po drugi strani pa se jih hkrati varuje, morajo biti razlogi za 
izvajanje posameznih pooblastil jasno normirani, postopki izvajanja pa strokovno 
določeni. Pravilnik o policijskih pooblastilih policistom omogoča, da učinkovito 
izvedejo nalogo ob istočasnem upoštevanju ustavnopravnih načel sorazmernosti in 
humanosti. 
 
Policisti lahko poseţejo po prisilnih sredstvih, če ne morejo drugače opraviti svoje 
naloge, na primer dokončati postopka, vzpostaviti javnega reda, prijeti storilca 
kaznivega dejanja, privesti kršitelja in podobno. 
Pravilnik o policijskih pooblastilih opredeljuje način izvajanja posameznih policijskih 
pooblastil, ki so določena v Zakonu o policiji in drugih zakonih ter ureja način 
uporabe prisilnih sredstev, poročanje o uporabi ter ocenjevanje uporabe prisilnih 
sredstev. 
 
Pravilnik o policijskih pooblastilih v členih od 12. do 69. navaja splošna policijska 
pooblastila, ki so: 
- opozorilo in ukaz, 
- ugotavljanje identitete in identifikacijski postopek, 
- prepoznava po fotografijah,  
- vabljenje, 
- varnostni pregled,  
- prepoved gibanja, 
- protiteroristični pregled prostorov, objektov, naprav in območij,  
- prijetje, 
- privedba,  
- pridrţanje, 
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- zaseg predmetov, 
- vstop v tuje stanovanje in druge prostore in 
- uporaba tujega prevoznega sredstva ali sredstva za zvezo. 
 
V členih od 70. do 102. so navedena prisilna sredstva, pogoji za uporabo in način 
njihove uporabe. Prisilna sredstva, s katerimi policija zagotovi izvršitev svoje naloge 
so: 
- sredstva za vezanje in vklepanje,  
- plinski razpršilec, 
- fizična sila, 
- palica,  
- plinska sredstva in druga sredstva za pasivizacijo,  
- vodni curek, 
- konjenica, 
- posebna motorna vozila, 
- sluţbeni pes,  
- sredstva za prisilno ustavljanje prevoznih sredstev in 
- strelno oroţje. 
 
O vsaki uporabi prisilnega sredstva mora policist pisno poročati v uradnem 
zaznamku, kjer navede datum, čas in kraj uporabe prisilnega sredstva, vrsto 
uporabljenega prisilnega sredstva, podatke o osebi, proti kateri ga je uporabil, 
pooblastilo, ki ga je izvajal pred uporabo prisilnega sredstva, vzrok in način uporabe, 
posledice uporabe in druge okoliščine, ki so pomembne za oceno zakonitosti in 
strokovnosti uporabe prisilnega sredstva. Vodja policijske enote oziroma njegov 
namestnik mora vsako uporabo prisilnega sredstva takoj preveriti in oceniti, ali je bilo 
uporabljeno zakonito in strokovno (členi od 103. do 105.).  
 
 26 
5 INFORMACIJSKI SISTEMI POLICIJE 
 
 
Definicija informacijskega sistema pravi, da je informacijski sistem skupek ljudi, 
postopkov in naprav zasnovan za zbiranje, obdelavo, shranjevanje in distribucijo 
podatkov oziroma informacij. Informacijski sistem je torej sestavljen iz ljudi, ki so zelo 
pomemben akter, specializiranih postopkov, ki jih uporabljano in mnoţice naprav – 
računalnikov. Vsak informacijski sistem mora biti sestavljen iz vseh treh elementov, ki 
morajo med sabo delovati homogeno. 
 
Informacijski sistemi niso sami sebi namen, ampak so namenjeni učinkovitemu 
delovanju in poslovanju. Imajo podporno funkcijo, kar pomeni, da podpirajo temeljno 
dejavnost vsake organizacije. 
 
Informacijski sistemi predstavljajo organizacijsko in tehnološko okolje za upravljanje z 
informacijami in informacijskimi tokovi obravnavanega poslovnega sistema, ki je 
organizirano okolje, v katerem se izvaja neka osnovna dejavnost. Vse kar je 
povezano z obdelavo informacij se odvija v okviru informacijskega sistema, zato 
vsaka organizacija za svoje delovanje oziroma poslovanje potrebuje vsaj en 
informacijski sistem, ki vsebuje vse podatke potrebne za poslovanje organizacije. 
 
V današnjem času predstavljajo informacije najpomembnejši vir za upravljanje 
organizacij. Podjetja si morajo zagotavljati konkurenčno prednost pred  tekmeci, saj 
le ta zagotavlja dobiček. V javnem sektorju, ki pa deluje na neprofitnih osnovah, pa si 
je potrebno prizadevati za dvig kakovosti storitev, zmanjšanje stroškov in večjo 
učinkovitost javnih sluţb. Tako v gospodarstvu kot v javnem sektorju pa lahko vse 
našteto uresničimo le ob čim boljši uporabi informacijske tehnologije, ki je za vse 
sodobne organizacije postala najmočnejše razvojno orodje. 
 
Tako kot na drugih področjih je vprašanje kakovosti postalo zelo pomembno tudi na 
področju informacijskih sistemov. Uporabniki ţelijo imeti kakovostne, prijazne in 
zanesljive rešitve, ki jih je enostavno vzdrţevati. Zaradi zagotavljanja ustrezne ravni 
kakovosti na tem področju so se začeli razvijati standardi ISO 9000. ISO standarde 
razvija mednarodna organizacija za standarde v Ţenevi. S časom se je pokazalo, da 
ti splošni standardi kakovosti za to področje niso najbolj prikladni in da potrebujemo 
specializirane standarde. Danes imamo na področju informacijskih sistemov 
specializiran standard kakovosti ISO 9000-3 in nemški nacionalni standard DIN 
66285. 
 
ISO standardi so večinoma usmerjeni v razvojni proces izdelka, njihov namen pa je 
zagotavljanje kakovosti proizvodnega procesa, po katerem ta izdelek nastane. To 
velja tudi za specializiran ISO standard 9000-3, ki govori o vzpostavljanju celovitega 
sistema kakovosti skozi celoten razvojni cikel informacijskega sistema. Ta standard 
se ne ukvarja s kakovostjo končnega izdelka, ampak se ukvarja samo s samim 
procesom. Ob predpostavki, da bo razvojni proces kakovosten, potem lahko 
pričakujemo tudi kakovosten končni izdelek. Razvojni proces informacijskega 
sistema opredeljuje skozi posamezne razvojen faze in natančno opredeljuje, kaj 
moramo storiti skozi posamezne razvojen faze, da bodo izvedene kakovostno. 
Opredeljuje kakšno dokumentacijo moramo voditi, kdo je zadolţen za vodenje te 
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dokumentacije in podobno. Pomembno sporočilo tega standarda je, da je 
odgovornost za kakovost enakomerno razdeljena med naročnika in izvajalca in s tem 
tudi od naročnika zahteva vso resnost in soodgovornost  ţe od samega sestavljanje 
pogodbe naprej. 
 
Na drugi strani imamo nemški standard DIN 66285, katerega strategija je povsem 
drugačna. Ta standard se ne ukvarja z razvojnim procesom, pač pa samo s 
kakovostjo končnega izdelka oziroma rešitve. Ta standard opredeljuje kaj mora 
izdelek vsebovati, da ga štejemo za kakovostnega, kako mora biti dokumentiran, 
katero dokumentacijo mora imeti predloţeno, v kakšni obliki mora biti predloţena itd. 
 
Informacijska tehnologija se hitro uvaja tudi v upravne postopke. Urejevalniki besedil 
so vsakdanjost, razvijajo se nove aplikacije, ki bodo omogočile bolj enostavno 
vodenje evidenc dokumentarnega gradiva, in novi načini komuniciranja uporabnikov 
storitev uprave, ki bodo temeljili na elektronski komunikaciji med drţavljanom in 
upravo, na internetu se dnevno pojavljajo novi upravni portali itd.  
 
Delo policije bi bilo nemogoče brez sodobnih informacijskih in telekomunikacijskih 
sistemov in storitev. Tako kot sluţba se je razvijala tudi informacijska tehnologija, ki 
ni prinesla samo nadgradnje starih sistemov, temveč je vzpostavila povsem nove 
sisteme in aplikacije. Tehnologija in programi, ki jih ima slovenska policija, so 
primerljivi z vsemi evropskimi policijami. 
 
V organih za notranje zadeve so ţe zelo zgodaj spoznali moţnosti, ki jih ponuja 
informacijska tehnologija. Začetki mehanografske obdelave podatkov segajo v leto 
1957, ki ga štejemo za začetek razvoja informacijske-telekomunikacijske podpore v 
policiji. 
 
Zaradi izmenjave podatkov se informacijski sistem policije povezuje z drugimi 
informacijskimi sistemi. S tem se zagotavlja kakovostnejša informacijska podpora 
policijskemu delu na vseh ravneh delovanja. Policija se predstavlja preko spletnih 




5.1 SCHENGENSKI INFORMACIJSKI SISTEM  
 
Ideja o politični in gospodarski zdruţitvi Evrope je bila prisotna skozi mnoga stoletja, 
toda svojo pravo priloţnost je dobila šele po drugi svetovni vojni.  
 
Evropska unija se od tradicionalnih mednarodnih organizacij razlikuje po svoji 
edinstveni zgradbi upravnih institucij. S članstvom v Evropski uniji prenese drţava del 
svoje suverenosti na neodvisne ustanove, ki zastopajo tako nacionalne kot skupne 
evropske interese. Institucije oziroma ustanove Unije dopolnjujejo druga drugo, 
vsaka pa igra pomembno vlogo pri sprejemanju odločitev. 
 
Unija se zavzema za harmoničen razvoj gospodarskih dejavnosti, neprekinjeno in 
uravnoteţeno širitev, večjo stabilnost, hiter dvig ţivljenjskega standarda ter za 
zbliţevanje odnosov med drţavami članicami, vse to preko ustanovitve enotnega 
trga in s pribliţevanjem gospodarskih politik drţav članic. Enega izmed splošnih 
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političnih ciljev, solidarnost, naj bi dosegli s prostim pretokom oseb, blaga, storitev in 
kapitala. 
 
Ob vstopu v Evropsko unijo je morala biti Slovenija v celoti usposobljena za izvajanje 
pravnega reda Evropske unije, katerega je pred tem dalj časa prevzemala v svojo 
zakonodajo oziroma se z njim usklajevala. V prevzemanje pravnega reda Evropske 
unije ter v vzpostavljanje administrativne usposobljenosti za njegovo izvajanje so bili 
vključeni organi vseh treh vej oblasti: zakonodajna, izvršilna in sodna. 
 
Z vstopom Slovenije v schengensko območje je bilo potrebno informacijski sistem 
slovenske policije povezati s schengenskim informacijskim sistemom (SIS). 
Schengenski informacijski sistem je skupna baza podatkov, do katere imajo dostop 
policisti, delavci carine in upravnih enot, pravosodni organi ter konzularna 
predstavništva. Schengenski informacijski sistem omogoča dostop in pravico do 
neposredne uporabe podatkov o posameznikih in predmetih pri mejni kontroli, 
postopkih z drţavljani in tujci. 
 
5.2 REGISTER PREBIVALCEV 
 
Policija lahko pri svojem delu uporablja podatke iz različnih virov. Eden od teh virov 
so tudi evidence informacijskega sistema upravnih notranjih zadev. Preko tega 
informacijskega sistema je policistom omogočen vstop v aplikacijo E RISK, v kateri 
imamo vpogled v register stalno in začasno za bivanje prijavljenih oseb v Republiki 
Sloveniji, register tujcev in register pravnih oseb. Za vsako osebo lahko preverimo še 
njena vozila, listine, oroţje in nekatera druga pomembnejša osnovna dejstva. 
 
Delavec policije lahko podatke policije ali podatke, ki jih je pridobil od drugih 
upravljavcev zbirk podatkov, uporablja le zaradi opravljanja z zakonom določenih 
nalog policije. 
 
Do podatkov v tej aplikaciji lahko pristopamo, če smo za to pooblaščeni. Za delo v 
aplikaciji E RISK se moramo pred vstopom v aplikacijo evidentirati z vzdevkom in 
geslom. Obravnavanje podatkov in uporaba informacijske tehnologije se evidentira v 
dnevnikih dela, katerih zapisi so namenjeni preverjanju upravičenosti obravnavanja 
podatkov in uporabe opreme ter preiskovanju sumov kršitev varstva in varovanja 
osebnih in zaupnih podatkov policije. 
 
 
5.3 GEOGRAFSKI INFORMACIJSKI SISTEM POLICIJE 
 
Odločanje je eden od neizogibnih procesov na poti do cilja in dobra informacija je 
temelj za pravilno odločitev. Geografski informacijski sistem omogoča pridobitev 
dodatnih informacij o kraju dogodka. Informacije so v pomoč pri odločanju, katere in 
koliko patrulj bo poslanih na kraj dogodka in podobno. 
 
Geografski informacijski sistem Policije nam omogoča, da različne vrste podatkov 
prikaţemo v tako imenovani prostorski dimenziji. Podatki, ki jih ţelimo uporabljati v 
geografskem informacijskem sistemu, morajo imeti svojo lokacijo v prostoru. 
Geografski informacijski sistem Policije je spletna storitev zasnovana na tako 
imenovani “web mapping” tehnologiji s pomočjo katere zaposlenim delavcem v 
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Policiji omogoča dostop do prostorskih podatkov preko intraneta. Z geografskim 
prikazovanjem in prostorskimi poizvedbami dobimo odgovore na vprašanja o 
poloţaju določenih dogodkov v prostoru na območju Republike Slovenije. 
 
Na enostaven način lahko poiščemo lokacijo za določeno ulico in hišno številko, 
prometno nesrečo oziroma druge dogodke, ki jih obravnava Policija, in jih prikaţemo 
na kartah v različnem merilu. Prikaz z označeno lokacijo lahko natisnemo na 
tiskalnik. Če ţelimo izvedeti, kaj se nahaja na neki lokaciji, enostavno (s pomočjo 
ukaznega gumba) označimo poloţaj na karti in dobimo dodatne informacije kot so: 
koordinate poloţaja, naslov, število prebivalcev na tem poloţaju in njihovo starostno 
strukturo. 
 
V geografskem informacijskem sistemu policije so vsebovane prostorske vsebine s 
katerimi razpolaga policija in se nanašajo na problematiko različnih dogodkov in 
statističnih podatkov, na primer:  
- podatki o prometnih nesrečah, kaznivih dejanjih, prekrških javnega reda in 
miru ipd, 
- podatki o policijskih enotah, policijskih območjih in policijskih upravah, 
- podatki o hišah, ulicah, naseljih, zemljepisnih imenih ipd, 
- podatki o mejnih prehodih, drţavnih in lokalnih cestah, kulturni dediščini in  
- podatki o območjih naselij, občinah, upravnih enotah, katastrskih občinah itd. 
 
Za dostop do geografskega informacijskega sistema Policije potrebujemo računalnik 
z nameščenim spletnim brskalnikom  in povezavo v lokalno računalniško omreţje 
(intranet) Policije. 
 
5.4 LOTUS NOTES ELEKTRONSKA POŠTA 
 
Notes se lahko uporablja za pošiljanje in prejemanje internetne e-pošte, razporejanje 
terminov, brskanje po spletu, pisanje člankov v internetne skupine novic, za sledenje 
vsem pomembnim dnevnim informacijam pa se lahko uporabi prednosti nove 
pozdravne strani. 
 
Notes elektronska pošta omogoča elektronsko komuniciranje tako z drugimi 
uporabniki Notesa kot tudi z uporabniki drugih e-poštnih izdelkov. Sporočila se lahko 
izmenjujejo z ljudmi v istem omreţju. V primeru, da pa ni povezave z istim omreţjem, 
na primer doma ali v hotelu, pa se lahko do  pošte dostopa preko modema in 
telefona. 
 
Notesova pošta omogoča pošiljanje in prejemanje pošte Domino Notes, POP in 
SMTP ter pošte IMAP. 
 
Notesovo poštno sporočilo je enako kateremu koli Notesovemu dokumentu. 
Spreminja se lahko na primer pisave in barve, dodajajo se lahko datotečne priloge in 
vključujejo tabele, grafike in povezave. Vsak uporabnik Notesa ima poštno zbirko 
dokumentov, v katero shranjuje poštna sporočila. 
 
Za povezavo z Dominovim Notesovim streţnikom, za branje e-pošte, se je potrebno 




5.5 FONETIČNI INDEKS OSEB 
 
Posebno mesto v razvoju informacijske tehnologije v policiji pripada Fonetičnemu 
indeksu oseb (FIO), katerega razvoj se je začel v letu 1992 in je s časom podprl vse 
segmente policijskega dela. Za njegov razvoj je bila uporabljena za tisti čas 
najsodobnejša informacijska tehnologija. 
 
Razvoj fonetičnega indeksa oseb se je pričel 2.10.1992, ko so bili prepisani v 
produkcijo prvi segmenti novega informacijskega sistema policije. Z njimi so 
nadomestili stari aplikaciji Centralna kartoteka in Centralna abecedna evidenca, ki so 
vsebovali najnujnejše indekse oseb in njihovih dogodkov. 
 
Fonetični indeks oseb je tako postal osrednji del informacijsko – 
telekomunikacijskega sistema policije. Hkrati je postal tudi vir podatkov za 
medorganizacijsko povezovanje policije znotraj drţavne uprave in zunaj nje.  Na 
njegovi osnovi je bilo izpeljano elektronsko poslovanje s ponudniki nočitvenih 
zmogljivosti, Agencijo za plačilni promet, Davčno upravo RS, Banko Slovenije, 
Slovenskim zavarovalniškim zdruţenjem in ministrstvom za zunanje zadeve. Prav 
tako je postal pomemben vir podatkov za Schengenski informacijski sistem (SIS), 
Europol in druge informacijske sisteme, ki se uporabljajo v okviru Evropske unije. 
 
Fonetični indeks oseb je skupek vseh policijskih, z zakoni predpisanih evidenc, ki so 
zgrajene okoli indeksa enotne policijske osebe, do katerega lahko pridemo tudi preko 
fonetičnega iskanja, kar pomeni iskanje po podobnosti. 
 
5.5.1 Cilji fonetičnega indeksa oseb 
 
»Pri snovanju takrat novega informacijskega sistema imenovanega fonetični indeks 
oseb je bilo potrebno slediti naslednjim ciljem: 
- vse osebe, ki jih kakorkoli obravnava policija, se evidentirajo v enotni bazi; 
- oseba se v tej bazi nahaja tako dolgo, dokler ji ne zastara zadnji policijski 
dogodek, osebe, ki nimajo policijskega dogodka pa ne moremo vnesti v to 
evidenco; 
- v zvezi z osebami oziroma dogodki, ki jih obravnava policija lahko 
evidentiramo tudi pomembnejše predmete; 
- ker so segmenti oseba, dogodek in predmet med seboj v relaciji, je pristop do 
podatkov moţen preko katerega koli od njih, pristopi pa so enakovredni; 
- aplikativna podpora mora biti narejena tako, da so poenoteni vsi glavni servisi 
(standardni izgled ekranov, funkcije, funkcijske tipke, sporočila, postopki dela 
in formati podatkov); 
- za vsako aplikativno področje se izdela celovita informacijska podpora, tako s 
statističnimi pregledi kot z operativnimi seznami, ki morajo biti dostopni vsem 
uporabnikom; 
- na celotnem informacijskem sistemu zgradimo ustrezne zaščitne mehanizme 
(ščitenje izvajanja funkcij, vodenje dnevnikov dogodkov pristopov do 





Informacijski sistem Fonetični indeks oseb se odpira na ravni posameznega policista, 
zato je bilo nujno postaviti standarde, ki omogočajo hiter razvoj programske opreme 
in so istočasno za uporabnika razumljivi. Vpeljava vsake nove programske rešitve 
zahteva tudi ustrezno šolanje uporabnikov. Zaradi velikega števila uporabnikov v 
policiji je nemogoče za vsako novo aplikacijo izvesti šolanje za vse policiste oziroma 
uporabnike. Navedeno je pripeljalo do tega, da so vse aplikacije znotraj Fonetičnega 
indeksa oseb narejene po enakih standardih. Kdor pozna eno aplikacijo, lahko brez 
dodatnega šolanja uporablja vse, ki so mu na voljo. 
 
5.5.3 Zaščita podatkov 
 
Osnovna zaščita podatkov se izvaja preko registracijske prijave. Vsak uporabnik ima 
svoje geslo, v okviru katerega mu skrbnik zaščite določa pooblastila. V Večini 
primerov delimo zaščito podatkov o policijskih dogodkih na funkcije: 
- vpogleda, 
- spreminjanja podatkov, 
- brisanja podatkov, 
- dostopa do arhivskih podatkov, posebne funkcije verifikacij in 
- dostopa do statističnih podatkov. 
 
Vsi dostopi do podatkov v fonetičnem indeksu oseb se zapisujejo v poseben dnevnik 
dela, tako da je za vsak dostop mogoče ugotoviti kdaj in kdo je dostopal do podatkov, 
ter do katerih podatkov je bil izvršen dostop. 
 
5.5.4 Podatki v fonetičnem indeksu oseb 
 
Večina policijskega dela se nanaša na delo z osebami, ki v policijskih dogodkih lahko 
nastopajo kot osumljenci, kršitelji, oškodovanci, udeleţenci v prometnih nesrečah itd. 
 
V aplikaciji oseba se zbirajo podatki o osebah v policijskih postopkih. Pri tem se 
zbirajo identifikacijski podatki (priimek, ime, spol, rojstni podatki, vzdevki, laţna 
imena), naslovi in značilnosti osebe (drţavljanstvo, poklic, izobrazba). 
 
Ker v evidenci nimamo nobene osebe, ki nebi imela vsaj enega dogodka, moramo ob 
vnosu podatkov kreirati povezave med dogodkom in podatki o  osebi, ki so v zvezi z 
njim pridobljeni. Pri tem lahko podatke spreminjamo, dopolnjujemo ali brišemo. 
Podatke o osebi dobimo preko iskalnih parametrov. Poleg osnovnih podatkov o 
iskani osebi lahko izberemo tudi fonetično iskanje, kar pomeni, da se v poljih iskanja 
po imenu in priimku ne upošteva samoglasnikov, glede na zahtevani razred 
podobnosti pa zahteva odstotek ujemanja soglasnikov. Odstotek ujemanja je lahko 
100 %, 95 % ali 85 %. 
 
V policijskih dogodkih se poleg fizičnih oseb pojavljajo tudi pravne osebe, le da ne 
morejo nastopiti v vseh vrstah dogodkov. O pravni osebah se beleţijo osnovni 
identifikacijski podatki: naziv pravne osebe, sektor lastništva, vrsto dejavnosti, drţavo 
registracije in matično številko ter naslove. 
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Tiralični register je najpomembnejša policijska evidenca. Evidenco vzdrţuje tiralična 
sluţba sektorja za mednarodno sodelovanje v upravi kriminalistične policije. 
 
Razpisi za iskane in pogrešane osebe se dnevno prepisujejo na internet, seveda 
samo za tiste razpise ki so za javno objavo. 
 
Kriminaliteta je drugo najpomembnejše področje policijskega dela. V tej aplikaciji se 
zbirajo podatki o kaznivih dejanjih. V tej evidenci lahko fizične in pravne osebe 
nastopajo v vlogi osumljenca kaznivega dejanja ali pa kot oškodovanec. 
 
Podatki o ukradenih vozilih in umetniških predmetih se dnevno prepisujejo na 
internet. V podevidenci ukradenih vozil se izvaja preverjanje upravnih enot in 
tehničnih pregledov ob registraciji vozil. Področje ponarejenih bankovcev je 
nadgrajeno z računalniško izmenjavo podatkov z Banko Slovenije. Banki Slovenije se 
pošiljajo podatki o odkritih ponaredkih, Banka Slovenije pa vrača indikativ ponaredka 
in ekspertize o ponaredku. 
 
V aplikaciji z naslovom javna varnost se zbirajo podatki o prekrških (razen cestno 
prometnih prekrškov), o raznih drugih dogodkih, identifikacijah oseb, preventivnih 
aktivnostih, prijavnicah gostov, javnih prireditvah in shodih, čakalnih dobah in zastojih 
na cesti ter podobno. 
 
V aplikaciji prometna varnost se zbirajo podatki oziroma evidence obdolţilnih 
predlogov za prekrške s področja prometne varnosti na sodišče in izrečene denarne 
kazni za vse prekrške, za katere ima pristojnost nadzora in sankcioniranja policija. 
Evidenca je nadgrajena z računalniško izmenjavo podatkov z Bankartom preko 
katerega poteka komunikacija za prilive iz naslova plačanih plačilnih nalogov in z 
Davčno upravo Republike Slovenije, preko katere poteka komunikacija v zvezi 
zahtevkov za izterjavo neplačanih denarnih kazni. 
 
V aplikaciji prometna varnost se nahaja tudi evidenca prometnih nesreč, ki zajema 
vse prometne nesreče, ki jih je obravnavala policija, razen tistih, za katere je bil 
napisan samo uradni zaznamek. Prometna nesreča se z uradnim zaznamkom 
zaključi v primeru manjše poškodbe vozila na parkirišču, kjer storilec ni bil izsleden in 
prometne nesreče z udeleţbo divjadi oziroma domačih ţivali, katerih lastnik ni bil 
izsleden. Evidenca prometnih nesreč je nadgrajena z računalniško izmenjavo 
podatkov s Slovenskim zavarovalniškim zdruţenjem,  s katerim poteka dnevna 
enosmerna komunikacija, kjer se na Slovensko zavarovalniško zdruţenje prenašajo 
zapisniki o prometnih nesrečah. 
 
V področju posebne policijske evidence se vodijo evidence o pridrţanih osebah, o 
daktiloskopiranih osebah, o fotografiranih osebah, o preiskavah DNK in operativne 
informacije. 
 
Tretji segment policijskega dela so predmeti, ki so lahko ukradeni, najdeni, nastali s 
kaznivim dejanjem  ali predmet s katerim je bilo storjeno kaznivo dejanje. Predmeti, 
ki se evidentirajo v tej evidenci so motorna vozila, kolesa, listine, denar, oroţje, 
prepovedane droge, umetniški predmeti in ostali predmeti, ki so posebnega pomena 
za policijsko delo. 
 33 
 
Preko te aplikacije lahko uporabniki izvedejo v naprej pripravljene paketne obdelave, 
ki izdelajo: 
- standardne statistične baze, 
- lokalne statistične baze, 
- operativne sezname in 
- statistična poročila. 
 
 
5.6 INTRANET POLICIJE 
 
Intranet spletne strani so dostopne izključno notranjim, policijskim uporabnikom in so 
namenjene za njihovo obveščanje, medsebojno komunikacijo in sodelovanje ter 
posredovanje informacij in podatkov, ki so potrebni pri operativnem delu. 
 
Z intranetom policije upravlja uredniški odbor za intranet in internet policije, ki ga 
imenuje generalni direktor policije z odločbo. 
 
Policisti na straneh intraneta policije najdejo različne podatke kot so naprimer: 
- aktualna zakonodaja, 
- usmeritve za delo, 
- kadrovske zadeve (razpisi za prosta delovna mesta v policiji in organih 
neposredno povezanih s policijo), 
- statistika in raziskave, 
- predloge dokumentov, 
- obrazci, 
- varnostni dogodki na območju celotne Slovenije, 
- telefonski imeniki,  
- podatki o informacijski tehnologiji policije in  
- drugi podatki potrebni pri operativnem delu. 
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6 TEMELJNI AKTI OPERATIVNEGA DELA POLICIJE 
 
 
Osnovna naloga policista prometnika je nadzor in urejanje prometa, ter obravnavanje 
prometnih nesreč, hkrati s tem pa opravlja tudi ostale naloge policista. Vsa procesna 
opravila policista se dokumentirajo  v ustreznih zapisnikih zaradi laţjega dokazovanja 
dejstev v nadaljnjih postopkih, ki se lahko zaključijo na policijski postaji ali pa se 
predajo v nadaljnje reševanje na sodišče oziroma drugim pristojnim organom 
oziroma inštitucijam. 
 
Policisti pišejo zapisnike na podlagi Zakona o kazenskem postopku, Zakona o 
prekrških, Zakona o splošnem upravnem postopku ali Zakona o policiji. 
 
Zakon o splošnem upravnem postopku  določa, da morajo po tem zakonu postopati 
upravni in drugi drţavni organi, organi lokalnih skupnosti in nosilci javnih pooblastil, 
kadar v upravnih stvareh, neposredno uporabljajoč predpise, odločajo o pravicah, 
obveznostih ali pravnih koristih posameznikov, pravnih oseb in drugih strank. To pa 
pomeni, da mora ta zakon pri svojem delu uporabljati tudi policija, katera mora hkrati 
s tem upoštevati tudi določila ostalih zakonov, na podlagi katerih deluje. 
 
Zakon o splošnem upravnem postopku tudi določa, da morajo organi pri postopanju 
in odločanju  omogočiti strankam, da čim laţje zavarujejo in uveljavijo svoje pravice, 
pri tem morajo skrbeti za to, da stranke ne uveljavljajo svojih pravic v škodo pravic 
drugih in ne v nasprotju z javno koristjo, določeno z zakonom ali z drugim predpisom. 
 
Zapisnik sestavi policist o vseh pomembnih dejanjih v postopku, vsak zapisnik 
posebej pa ima pomembno vlogo pri nadaljnjem delu in dokazovanju dejanskega 
stanja v času storitve kaznivega dejanja oziroma prekrška. 
 
 
6.1 ZAPISNIK O OGLEDU KRAJA PROMETNE NESREČE 
 
Zapisnik o ogledu kraja prometne nesreče na obrazcu JV/PROM-2 se izpolnjuje 
vselej, ko se opravlja ogled kraja prometne nesreče. 
 
Po Zakonu o varnosti cestnega prometa je prometna nesreča na javni cesti in 
nekategorizirani cesti, ki je dana v uporabo za cestni promet, v kateri je bilo 
udeleţeno vsaj eno premikajoče se vozilo in je v njej ena ali več oseb umrlo, bilo 
telesno poškodovanih ali je nastala materialna škoda. Glede na posledice prometne 
nesreče delimo na:  nesreče I. kategorije (nastala je samo materialna škoda), 
nesreče II. kategorije (ena ali več oseb je lahko telesno poškodovanih), nesreče III. 
kategorije (ena ali več oseb je hudo telesno poškodovanih) in nesreče IV. kategorije 
(nesreče, pri katerih je kdo umrl ali je umrl za posledicami nesreče v 30 dneh). 
 
Udeleţenec v prometni nesreči pa je vsaka fizična oseba, ki je s svojim ravnanjem 
pripomogla, da je prišlo do nesreče, in vsakdo, ki je v nesreči utrpel škodo, bil telesno 
poškodovan ali je zaradi posledic nesreče umrl. 
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6.1.1 Delovni proces obravnavanje prometne nesreče 
 
Vsako obravnavanje prometne nesreče se prične s prijavo na operativno 
komunikacijski center (v nadaljevanju OKC), kateri od prijavitelja zbere naslednje 
podatke: 
- podatke o osebi, ki obvešča, o njeni morebitni udeleţbi v nesreči in njenem 
vedenju o vzroku in poteku nesreče, 
- kraj in čas prometne nesreče, 
- posledice (materialna škoda, telesne poškodbe, mrtvi, v vozilo ukleščeni 
udeleţenci prometne nesreče), 
- razseţnost prometne nesreče (število udeleţenih vozil in drugih udeleţencev, 
ali je cesta zaprta), 
- posebnosti (vozilo za prevoz nevarnih snovi, avtobus – potniki, morebitno 
razlitje ali razsutje tovora, ţivali, carinsko blago idr.) in 
- druge okoliščine prometne nesreče. 
 
O nesreči lahko policijo obvestijo udeleţenci nesreče ali pa ostali občani, policija pa 
mora oditi na kraj vsake prometne nesreče o kateri je obveščena in opraviti ogled 
kraja prometne nesreče. 
 
OKC po prejetem obvestilu pošlje na kraj prometne nesreče policijsko patruljo, po 
potrebi pa o nesreči obvesti tudi reševalce in gasilce. 
 
Med odhajanjem patrulje na kraj, OKC odigra ključno vlogo pri nudenju čim več 
potrebnih podatkov patrulji o sami nesreči (ali gre za nesrečo z materialno škodo ali s 
telesnimi poškodbami, število udeleţencev ali poškodovanih, ali gre za prometno 
nesrečo s pobegom...). 
Ob prihodu patrulje na kraj nesreče se izvede prve nujne ukrepe kot so zavarovanje 
kraja nesreče, nudenje pomoči poškodovanim, nato pa se čim bolj kvalitetno ugotovi 
dejansko stanje oziroma vzrok nesreče, ugotovi se identiteta udeleţencev, ter druge 
pomembne okoliščine, nato pa je potrebno vse te ugotovitve dosledno in kvalitetno 
dokumentirati s fotografiranjem, skiciranjem in s snemanjem z video kamero, ter 
napisati zapisnik o ogledu kraja nesreče. 
 
Obravnava prometne nesreče mora dati odgovore na naslednja vprašanja: 
- kaj se je zgodilo, 
- kdaj se je zgodilo, 
- kje se je zgodilo, 
- s čim se je zgodilo, 
- zakaj se je zgodilo, 
- kdo od udeleţencev je kršil predpise oziroma ni ravnal v skladu z njimi, 
- ali sploh gre za prometno nesrečo (samomor, umor, goljufija). 
 
V skladu z obveznimi usmeritvami za delo policije je potrebno vse udeleţence 
nesreče preizkusiti z alkotestom, če pa alkotesta ne morejo opraviti iz zdravstvenih 
razlogov, se takšnega udeleţenca odpelje na strokovni pregled, ki obsega odvzem 
krvi in urina ter zdravniški pregled. O preizkusu se sestavi zapisnik. 
 
S poškodovanih udeleţenih vozil se nato proti potrdilu odvzamejo registrske tablice. 
Napisati je potrebno potrdilo. 
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V primeru, da je v nesreči udeleţeno vozilo tuje registracije, je potrebno vozniku 
izdati potrdilo o poškodbi vozila tuje registracije. 
 
Zapisnik o ogledu kraja prometne nesreče je sestavljen iz petih listov, lista tri in štiri 
se dodajata za vsakega udeleţenca oziroma vozilo, tako da je teh listov lahko več. 
 
Podatki v vseh rubrikah zapisnika morajo biti  izpolnjeni dosledno. 
 
6.1.2 Vsebina zapisnika o ogledu kraja prometne nesreče 
List 1: 
- številka zadeve, 
- naziv policijske enote, ki obravnava prometno nesrečo, 
- podatki o tem kdo in kdaj je obvestil policijo o nesreči, 
- kdaj se je zgodila nesreča (datum in ura), 
- kje se je zgodila nesreče (vrsta ceste, številka ceste in odseka, krajevna 
skupnost), 
- glavni vzrok prometne nesreče in 
- podatki o stanju ceste (suha, mokra, zasneţena, poledenela, asfalt, 
makadam) in vidljivosti. 
List 2: 
- podatki o cesti (ovinek, število prometnih pasov, kriţišče (pregledno 
nepregledno), prehodi za pešce, podvoz, nadvoz, most...), 
- širine prometnih površin, 
- prometna signalizacija (prometni znaki in druge označbe, ki veljajo na mestu 
nesreče) in  
- poloţaj vozil, ponesrečencev in sledov. 
List 3: 
So podatki o udeleţencu (ime, priimek, EMŠO, kraj rojstva, podatki o bivališču, 
podatki o vozniškem dovoljenju, poklic, zaposlitev, ali se je telesno poškodoval, ali je 
bil pripet z varnostnim pasom, katere kršitve zakonov so bile ugotovljene pri njem, 
podatki o preizkusu alkoholiziranosti, registrska številka vozila ki ga je vozil). 
List 4: 
Na tem listu  se opiše udeleţeno vozilo (registrska številka, barva vozila, znamka in 
tip vozila, zavarovalnica pri kateri je vozilo zavarovano in številka zavarovalne police, 
številka šasije, kdo je lastnik vozila, kaj je bilo poškodovano na vozilu, ali je bilo 
vozilo sposobno za nadaljnjo voţnjo, ali so bile odvzete registrske tablice, 
pnevmatike na vozilu, morebitni potniki v vozilu, ali je v vozilu tovor, ki se je v nesreči 
poškodoval. 
List 5 
Opiše se potek prometne nesreče. 
 
Skladno z določbami Zakona o kazenskem postopku imajo pravico toţilec, 
oškodovanec, obdolţenec in zagovornik  zapisnik prebrati oziroma pravico, da se jim 
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ta prebere. Na njihovo zahtevo se v zapisnik vpišejo tudi njihove pripombe, katerih 
vsebina se nanaša na izvršitev posameznih dejanj policije. 
 
Prometna patrulja pri ogledu kraja prometne nesreče izpolni obrazec JV/PROM-2 in 
ga odda v pregled komandirju ali pomočniku komandirja policijske enote, nakar ga 
administrativni referent ali policist sam vnese v računalniške evidence s pomočjo 
programske opreme ISPP PROM in izdela vse pisne dokumente. 
 
Iz opisanega torej sledi, da stranke v postopku ne morejo na kraju nesreče prebrati in 
podpisati originalnega zapisnika o ogledu kraja prometne nesreče, kot je to določeno 




6.2 ZAPISNIK O PREIZKUSU ALKOHOLIZITRANOSTI Z ALKOTESTOM 
 
V Zakonu o varnosti cestnega prometa je navedeno, da voznik ne sme voziti vozila v 
cestnem prometu, niti ga začeti voziti, če je pod vplivom alkohola. Učitelj voţnje ne 
sme usposabljati kandidata za voznika motornega vozila in spremljevalec ne sme 
spremljati voznika, če je pod vplivom alkohola. Pod vplivom alkohola je voznik, učitelj 
voţnje oziroma spremljevalec, ki ima v organizmu več alkohola, kot dovoljuje ta 
zakon, in voznik, ki tudi pri manjši koncentraciji alkohola kaţe znake motenj v 
vedenju, katerih posledica je lahko nezanesljivo ravnanje v cestnem prometu. Ali je 
voznik, učitelj voţnje ali spremljevalec pod vplivom alkohola, se ugotavlja s sredstvi, 
napravami ali s strokovnim pregledom. 
 
Policist sme zaradi ugotovitve, ali ima udeleţenec cestnega prometa oziroma 
udeleţenec prometne nesreče v organizmu alkohol ali več alkohola, kot je dovoljeno, 
izvesti preizkus s sredstvi ali napravami za ugotavljanje alkohola. Če se s 
preizkusom ugotovi, da ima voznik v organizmu več alkohola, kot je dovoljeno, mu 
policist prepove nadaljnjo voţnjo, vozniku motornega vozila začasno odvzame 
vozniško dovoljenje, zoper druge udeleţence v cestnem prometu, ki so očitno pod 
vplivom alkohola in ovirajo ali ogroţajo cestni promet, pa sme odrediti ukrepe, s 
katerimi jim onemogoči oviranje ali ogroţanje cestnega prometa. Če se s preizkusom 
ugotovi, da ima udeleţenec cestnega prometa v organizmu več alkohola, kot 
dovoljuje zakon, izpolni policist zapisnik o preizkusu, ki ga podpiše tudi preizkušeni 
udeleţenec cestnega prometa. Če voznik odkloni podpis, vpiše policist vzrok 
odklonitve v zapisnik in mu odredi preizkus z merilnikom alkohola v izdihanem zraku 
(etilometrom) ali strokovni pregled. Enako ravna policist, kadar preizkušanec oporeka 
rezultatu preizkusa z indikatorjem alkohola v izdihanem zraku. 
 
Udeleţenec cestnega prometa, od katerega policist zahteva, da opravi preizkus s 
sredstvi ali napravami za ugotavljanje alkohola, mora ravnati po zahtevi policista. Če 
preizkus odkloni, policist vozniku prepove nadaljnjo voţnjo, vozniku motornega vozila 
pa tudi začasno odvzame vozniško dovoljenje. Če zaradi zdravstvenega stanja ali 
zaradi drugega, s tem povezanega objektivnega vzroka, ne more opraviti preizkusa 
ali če ga ne opravi po navodilih proizvajalca, mu policist odredi strokovni pregled. 
 




V navedeni zapisnik je potrebno vnesti naslednje podatke: 
- policijsko enoto, 
- datum, uro in kraj preizkusa, 
- ime, priimek, rojstni datum in naslov prebivališča preizkušanca, 
- podatek ali je preizkušanec voznik, potnik, voznik inštruktor, pešec, jezdec, 
udeleţenec prometne nesreče... ter vozilo in registrsko oznako vozila, 
- podatki o alkotestu (znamka in številka) 
- rezultat alkotesta, 
- ali se preizkušanec strinja z rezultatom, 




V zapisniku je navedeno tudi, da je bil preizkušancu pred začetkom postopka 
pojasnjen način uporabe alkotesta in da preizkušanec najmanj 15 minut pred 
preizkusom ni pil alkoholnih pijač in najmanj 5 minut pred preizkusom ni kadil. 
 
Zapisnik nato podpišeta policist in preizkušanec. 
 
 
6.3 ZAPISNIK O NADZORU NAD PREVOZOM NEVARNEGA BLAGA 
 
Policisti se pri nadzoru prometa in obravnavanju prometnih nesreč srečujejo tudi z 
vozili, ki prevaţajo nevarno blago. O vsaki kontroli vozila, ki prevaţa nevarno blago je 
potrebno izpolniti zapisnik na obrazcu JV-PROM/21. 
 
Pri tem je potrebno posebej poudariti, da se takšna vozila kontrolirajo načeloma na 
primernih mestih izven vozišča in izven naselja, razen, če kontrole ni mogoče izvesti 
drugače in s tem ni povzročena neposredna nevarnost za ljudi in premoţenje. 
 
Zapisnik o nadzoru nad prevozom nevarnega blaga vsebuje podatke: 
- kraj, datum in čas nadzora, 
- podatki o vozilu, 
- podatki o prevozniku, vozniku, pošiljatelju in prejemniku blaga, 
- količina nevarnega blaga, 
- podatki o opravljeni kontroli vozila, listin in opreme in 
- zapisnik podpiše samo policist in kopijo izroči tudi vozniku. 
 
Navedeni zapisnik je sestavljen v takšni obliki, da policista vodi in mu narekuje, kaj 




6.4 ZAPISNIK O OPRAVLJENEM POPISU PREMOŢENJA NA KRAJU 
PROMETNE NESREČE 
 
Policisti so dolţni poleg ţivljenja varovati tudi premoţenje ljudi. Pri prometnih 
nesrečah, kjer so udeleţenci telesno poškodovani in odpeljani v bolnišnico, ali pa so 
v nesreči umrli, morajo policisti ustrezno poskrbeti za predmete poškodovancev, ki so 
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ostali na kraju prometne nesreče. Policisti to storijo tako, da predmete poberejo, nato 
pa  predmete izročijo svojcem poškodovanega oziroma se hranijo na policijski postaji 
v temu namenjenih prostorih, dokler jih ne prevzame lastnik oziroma njegovi svojci. 
Policist o najdbi teh predmetov na kraju napiše zapisnik. 
 
Zapisnik vsebuje podatke: 
- kateri policist je predmete pobral, 
- kje in kdaj so bili predmeti pobrani, 
- podatki o ponesrečencu 
- podroben opis predmetov in 
- podpis policista. 
 
V zapisnik se nato ob izročitvi predmetov lastniku oziroma svojcem navede, kdo in 
kje je predmete prevzel in njegov podpis. 
 
 
6.5 ZAPISNIK O ZASLIŠANJU OSUMLJENCA 
 
Kadar policija pri zbiranju obvestil ugotovi, da za določeno osebo obstajajo razlogi za 
sum, da je storila ali sodelovala pri storitvi kaznivega dejanja (osumljenec), ji mora, 
preden začne od nje zbirati obvestila, povedati, katerega kaznivega dejanja je 
osumljena in kaj je podlaga za sum zoper njo ter jo poučiti, da ni dolţna ničesar 
izjaviti in odgovarjati na vprašanja, če se bo zagovarjala, pa ni dolţna izpovedati 
zoper sebe ali svoje bliţnje ali priznati krivdo in da ima pravico do zagovornika, ki si 
ga svobodno izbere in ki je lahko navzoč pri njenem zaslišanju, ter da se bo lahko 
vse, kar bo izpovedala, na sojenju uporabilo zoper njo. Zaslišanje osumljenca se sme 
opraviti samo v navzočnosti zagovornika. O zaslišanju se sestavi zapisnik. Ta  
zapisnik se lahko uporabi kot dokaz v kazenskem postopku. Če osumljenec izjavi, da 
si ne bo vzel zagovornika ali če izbrani zagovornik ne pride v roku, ki ga je določila 
policija, se o izjavi osumljenca sestavi uradni zaznamek. 
 
Zapisnik o zaslišanju osumljenca vsebuje naslednje podatke: 
- kdaj in kje je bil sestavljen, 
- kdo je osumljenec in katerega kaznivega dejanja je osumljen, 
- pravni pouk, da ni dolţan ničesar izjaviti, da ni dolţan izpovedati zoper sebe 
ali svoje bliţnje ali priznati krivdo, da ima pravico do zagovornika in da se 
lahko vse kar bo izpovedal na sojenju uporabilo proti njemu, 
- kateri policist je opravil zaslišanje in kdo je še prisoten (zagovornik, 
zapisnikar...), 
- podatki osumljenca ( ime, priimek, vzdevek, ime staršev, rojstni datum, kraj 
rojstva, stalno in začasno bivališče, EMŠO, drţavljanstvo, poklic, zaposlitev, 
druţinske razmere, ali je pismen, izobrazba, plača in premoţenjske razmere, 
ali je ţe bil obsojen in zakaj, 
- izjava osumljenca, 
- ugovor na vsebino zapisnika in 
- podpis vseh navzočih. 
 




6.6 ZAPISNIK O ZASEGU PREDMETOV 
 
V Kazenskem zakoniku je navedeno, da nihče ne more obdrţati premoţenjske 
koristi, ki je bila pridobljena s kaznivim dejanjem ali zaradi njega. Storilcu ali drugemu 
prejemniku koristi se le ta odvzame. Navedene predmete odvzame sodišče s sodno 
odločbo. Da pa bi se ti predmeti zavarovali do začetka sodnega postopka jih 
zaseţejo policisti in jih nato izročijo sodišču. Prav tako policisti zaseţejo predmete,  ki 
bi lahko bili dokazilo v kazenskem postopku (naprimer predmet, s katerim je bilo 
storjeno kaznivo dejanje). 
 
Zapisnik vsebuje podatke: 
- kateri policist je predmete zasegel, 
- kraj in čas zasega, 
- opis predmetov, količina in kje so bili najdeni in 
- pripombe 
 
Zapisnik nato podpišeta policist in oseba, kateri so bili predmeti zaseţeni. 
 
 
6.7 OBVESTILO O PREKRŠKU 
 
Kljub temu, da obvestilo o prekršku oziroma plačilni nalog na obrazcu JV/PROM-1 in 
JV/PROM-22 (v nadaljevanju plačilni nalog) nima naslova zapisnik, je policijski 
zapisnik o prekršku. Plačilni nalog je tako imenovana odločba o prekršku v hitrem 
postopku, ki se piše na podlagi Zakona o prekrških in v skladu z Zakonom o 
splošnem upravnem postopku. 
 
Plačilni nalog vsebuje podatke: 
- osebni podatki storilca: ime, priimek, EMŠO, kraj rojstva, naslov stalnega in 
začasnega bivališča, 
- podatki o vozilu (če je voznik): znamka in tip ter registrska številka 
- podatki o vozniškem dovoljenju (če je voznik): številka, kraj in datum izdaje 
- podatki o času in kraju storitve prekrška, 
- podatki o kršitvi: zakon, člen, globa, 
- podpis policista in storilca, ki s podpisom potrdi prejem odločbe, 
- ukrepi policista: ali je bil preizkušen z alkotestom in rezultat, ali je bilo odvzeto 
vozniško dovoljenje, ali so bili zaseţeni predmeti in ostali ukrepi, 




7 KRITIČNA ANALIZA INFORMACIJSKIH SISTEMOV PRI 
OPERATVNEM DELU POLICIJE 
 
 
Ugotavlja se nesluten razvoj tehnoloških moţnosti, ki so na voljo organizacijam pri 
razvoju poslovne informatike. Ob takšnem razvoju se predvsem ob novih moţnostih 
Interneta in njegove uporabe v obliki elektronskega poslovanja izpostavlja vprašanje, 
ki v preteklosti ni bilo tako prisotno, o potrebnosti in vmesnosti prilagajanja poslovnih 
procesov novim tehnološkim moţnostim. V naši vsakdanji praksi se vse bolj postavlja 
vprašanje o moţnosti integracije novih tehnologij z obstoječo strategijo organizacije, 
kadri in poslovnimi procesi. 
 
V bodočnosti je v organizacijah potrebno zagotoviti ustreznejšo vlogo poslovne 
informatike ter s tem zagotoviti večjo učinkovitost in uspešnost organizacije. Zaradi 
tega je potrebno upoštevati poslovne usmeritve in tehnološke razvojne trende, ki jih 
narekujejo spremembe poslovnega okolja, razvoj informacijske tehnologije in 
poslovne priloţnosti organizacije. 
 
Tradicionalno poslovno načrtovanje zaradi svoje togosti v vse bolj turbulentnih časih 
ne daje ustreznih rezultatov, saj izhaja predvsem iz preteklih dogodkov. Uvaja se 
načrtovanje poslovne vizije organizacije, ki ob splošni strateški viziji uveljavlja tudi 
njeno konkurenčno vizijo. Splošna strateška vizija je usmerjena v nova trţišča in 
ustrezne kapacitete, konkurenčna vizija pa se spopada z vsakodnevnimi sprotnimi 
problemi preţivetja in razvoja organizacije v vse bolj konkurenčnem okolju in 
omogoča ter vzpodbuja neposredno sodelovanje vseh zaposlenih v organizaciji. 
 
Spremenjeni poslovni viziji in strategiji organizacije se morajo prilagoditi tudi poslovni 
procesi. Prenova poslovnih procesov gre v smeri omogočanja sprotnega in 
proţnejšega prilagajanja poslovnih procesov organizacije trţnim razmeram in 
obvladovanja novih konkurentov, ki se pojavljajo na trţišču, in s tem uveljavljanja 
poslovne vizije v celotni organizaciji. 
 
V organizaciji morajo biti s stališča posameznih poslovnih procesov opredeljene vrste 
odločitev, potrebne za njihovo optimalno, nekonfliktno izvajanje. Celovito mora biti 
razdelan odločevalski sistem ter opredeljeni in zagotovljeni vsi podatki in informacije, 
ki predstavljajo določevalcem poslovno znanje oziroma kakovostno in pravočasno 
informacijsko podlago za izvajanje poslovnih procesov. 
 
Ustrezno razvita informatika oziroma informacijska tehnologija predstavlja eno redkih 
poslovnih priloţnosti, ki jih ima organizacija na voljo v boju s svojo konkurenco na 
trţišču. Trendi razvoja metodoloških pristopov h gradnji informatike prinašajo 
uporabo informacijske tehnologije primerne za zagotavljanje konkurenčne prednosti, 
organizacija pa mora sama ugotoviti priloţnosti, ki jih nudi informatika, opredeliti 
poslovno vizijo in izvesti prenovo na področju kadrov, poslovnih procesov in 
strategije. 
 
Ob uporabi ustrezno načrtovane in razvite informatike pričakujemo na kadrovskem 
področju predvsem dvig razpoloţljivosti, prilagodljivosti in produktivnosti obstoječih 
kadrovskih potencialov organizacije. Konkurenčno prednost predstavljajo kadri, ki so 
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sposobni učinkoviteje pristopati do podatkov ter usmerjati informacijske tokove 
oziroma uporabljati sodobno informacijsko tehnologijo in: 
- več znajo, če so izobraţeni in informirani ter imajo moţnost dodatnega 
izobraţevanja v trenutku, ko je to potrebno, 
- bolje delajo, če imajo na voljo prava orodja in tehnologijo, 
- več naredijo, če so osebno stimulirani in motivirani. 
 
Ena poglavitnih nalog informatike oziroma uporabe sodobne informacijske 
tehnologije je zniţevanje stroškov ter skrajševanje časa, potrebnega za izvajanje 
poslovnih procesov oziroma posameznih aktivnosti znotraj teh procesov. Pri tem je 
poslovni proces opredeljujen kot takšno sestavo izvajalskih in nadzornih postopkov, 
katerih posledica oziroma izid je proizvod ali storitev.  S Stališča primerjalne 
prednosti pred konkurenco je pomembna predvsem kakovost storitev organizacije na 
področju hitrosti in zanesljivosti dobave, skrajševanja proizvodnih ciklov in stalne 
razpoloţljivosti poslovnim partnerjem. Te prednosti pa, ob ustrezni prenovi 
postopkov, lahko doseţemo v največji meri z uporabo prihajajočih informacijskih 
tehnologij. 
 
Informatizacija predstavlja splošen in celovit proces uvedbe in uporabe informacijske 
tehnologije, ki ga v informacijski druţbi lahko enačimo s procesom industrializacije 
industrijske druţbe. Informatizacija poslovanja je usmerjena v zagotavljanje 
konkurenčne prednosti organizacij oziroma k avtomatizaciji in optimizaciji izvajanja 
njihovih poslovnih procesov (Kovačič, 2002).  
 
Značilna obdobja nastanka informatizacije, ki so bila pogojena z zrelostjo 
informacijske tehnologije tistega časa so: 
- obdobje obdelave podatkov, kjer prevladujejo paketne obdelave podatkov na 
klasičnih ali osrednjih računalnikih, preteţno na luknjanih karticah, namenjene 
spremljanju poslovanja, stroškov in zalog,  
- obdobje poslovnih informacijskih sistemov; cilj obdelave podatkov tega 
obdobja je oblikovanje in priprava informacij za poslovanje in poslovno 
odločanje in  
- obdobje strateških informacijskih sistemov; to obdobje še vedno traja in 
vključuje uporabo sodobnih informacijskih orodij in Interneta, elektronsko 
poslovanje in upravljanje znanja ter temelji na sodobnih konceptih omreţnega 
računalništva (Vintar, 1999). 
 
Sami podatki in informacije ne zagotavljajo organizaciji uspešnega poslovanja, 
podatki in informacije so le surovina v procesu preoblikovanja v poslovno znanje. 
 
Razmišljanja o prenovi in informatizaciji poslovnih procesov, da bi v organizaciji 
izboljšali uspešnost poslovanja skozi niţje stroške, krajše izvajalne čase in boljšo 
kakovost, zbudijo v praksi v posameznih primerih različne odzive. Največkrat so ti 
odzivi pozitivni, ponekod pa še vedno prevladuje prepričanje, da za prenovo 
poslovanja ni posebne potrebe. Predvsem v podjetjih, ki se otepajo z izgubo, se 
dogaja, da za potrebno prenovo ni na voljo zadostnih finančnih in kadrovskih 
moţnosti. 
 
Informacijska tehnologija lahko odigra zelo pomembno vlogo pri prenovi poslovnih 
procesov, ne smemo pa pozabiti, da lahko njena nepravilna uporaba pripelje do 
 43 
delnih rešitev, ki ne upoštevajo celote in dajo v splošnem zelo slabe rezultate. Na 
podlagi tega lahko ugotovimo, da je pravi način reševanja teţav, s katerimi se 
srečuje druţba, dvostopenjski. Na prvi stopnji je treba opredeliti  potrebne značilnosti 
poslovnega procesa, ki poteka v organizaciji, in ga temeljito prenoviti, na drugi stopnji 
je treba prenovljenemu poslovnemu procesu zagotoviti organizacijsko in 
informacijsko podporo.  
 
Vprašanja prenove poslovanja organizacij so najpogosteje vezana predvsem na 
prenovo poslovnih procesov ter zajemajo področje racionalizacije, standardizacije in 
poenostavitve postopkov ter uvajanja nujnih organizacijskih sprememb in razmer za 
uvedbo sodobnih konceptov skupinskega dela in sodobne informacijske tehnologije. 
Ne nazadnje se tu pojavljajo vprašanja zagotavljanja infrastrukturnih moţnosti okolja, 
ki je naklonjeno napredku gospodarskih organizacij in ga spodbija. 
 
»Poslovni proces opredeljujemo kot skupek logično povezanih izvajalskih in 
nadzornih postopkov, katerih posledica oziroma izid je načrtovani izdelek ali storitev« 
(Kovačič, 2002, str. 37). Elementi poslovnega sistema so ljudje, delovna sredstva in 
predmeti dela, ki so med seboj povezani. Za optimalno delovanje poslovnega 
sistema je nujno povezano delovanje temeljnega, upravljalnega in informacijskega 
procesa. 
 
»V temeljnem procesu gre za preoblikovanje snovi, energije ali informacij v nov 
proizvod oziroma učinek, s katerim obravnavani poslovni sistem izpolnjuje svoj 
smoter in zadovoljuje določen del druţbenih potreb. Izvajanje temeljnih procesov 
omogočajo ljudje, delovna sredstva in delovni predmeti s pomočjo storitev iz okolja« 
(Vintar, 1999, str. 53). Pri tem mora informacijski sistem zagotavljati podatke in 
informacije, ki so neposredno potrebni za izvajanje  aktivnosti temeljnega procesa. 
 
»Upravljalni proces je vodenje temeljnega procesa proti zastavljenim ciljem (Vintar, 
1999, str. 55)Najpomembnejša aktivnost tega procesa je odločanje, pri katerem gre 
za izbor najboljše rešitve. Izbor oziroma odločitev je v prvi vrsti odvisna od tega, kako 
so bile razpoloţljive rešitve predstavljene in je torej odvisen od informacij, ki nam jih 
zagotavlja informacijski sistem. 
 
»Informacijski proces nam mora omogočati potrebno preoblikovanje podatkov v 
informacije in oskrbovati vse uporabnike z informacijami, ki jih potrebujejo za 
učinkovito delo.  Informacijski proces zajema podatke, obdeluje podatke, uporablja 
podatke in podatke shranjuje po poljubni stopnji obdelave, prav tako pa podatke 
prenaša med posameznimi stopnjami« (Vintar, 1999, str. 55). 
 
Temeljni, upravljalni in informacijski proces so med seboj soodvisni, in vsak zase ne 
morejo obstajati. 
 
V duhu opredelitve učinkovitosti lahko učinkovitost procesa določimo in merimo z 
rezultatom porabe virov uporabljenih za pretvorbo vhodnih veličin v izhodne. 
Največkrat je predstavljena v obliki časa oziroma stroškov, porabljenih za izvedbo 
procesa. Podobno kot uspešnost procesa opredelimo in merimo stopnjo pogostosti 
skladnosti izhodnih veličin s predvidenimi, v naprej opredeljenimi rezultati procesa ali 
obsegom dodane vrednosti, ki jo ustvarja obravnavani poslovni proces.  
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Prenovo poslovnih procesov lahko opredelimo kot temeljito preverjanje procesov in 
njihovo korenito spreminjanje, ki ga sproţimo, da bi dosegli pozitivne rezultate, kot so 
zniţevanje stroškov, povečanje kakovosti izdelkov in storitev, skrajšanje dobavnih 
rokov in podobno. Prenova poslovnih procesov je zahtevna naloga, ki zahteva znanja 
na področju človeških zmogljivosti, industrijskega inţeniringa, ekonomike, trţenja, 
informatike, drugih tehnologij in seveda proizvodnega procesa, ki poteka v 
organizaciji. 
 
Prenova  poslovnih procesov vključuje naslednja temeljna izhodišča in cilje: 
- poenostavitev poslovnih postopkov z odstranitvijo nepotrebnih odobritev 
izvedbe, dokumentacije in drugih organizacijskih aktivnosti, 
- skrajševanje poslovnega cikla oziroma vseh poslovnih procesov v organizaciji, 
povečanje odgovornosti in posledično zniţanje stroškov poslovanja, 
- dvigovanje dodane vrednosti v vseh poslovnih postopkih ter ob tem postopno 
dvigovanje kakovosti izdelkov in storitev organizacije, 
- zniţevanje stroškov izvajanja postopkov ob ohranjanju ustreznega razmerja s 
kakovostjo in dobavnimi roki, 
- povečanje zanesljivosti in doslednosti izvajanja postopkov in s tem kakovosti 
izdelkov in storitev, 
- prenova poslovnih procesov v smeri tesnejšega in bolj neposrednega 
povezovanja z dobavitelji in 
- usmerjanje v lastne ključne zmoţnosti in prenos izvajanja drugih procesov, ki 
niso ključni ali pri katerih nismo konkurenčni, izven organizacije (Kovačič, 
2002, str. 41).  
 
Proces prenove poslovanja je najprej začel teči v podjetjih. »V gospodarstvu je 
vodilni motiv informatizacije zagotavljanje konkurenčne prednosti s povečanjem 
produktivnosti, učinkovitosti in zniţevanje stroškov ob povečanju kvalitete proizvodov 
in storitev« (Vintar, 1999, str. 28). Temeljni cilj informatizacije podjetij je bil 
zagotavljati večji dobiček. 
 
Prenova poslovanja v javni upravi ob uvajanju novih tehnologij je prav tako nujna kot 
v gospodarstvu. Z informatizacijo javne uprave se povečuje učinkovitost poslovanja 
in dvigne kakovosti storitev ter izboljša komunikacija z občani. 
 
Prenova poslovanja drţavne uprave ima v sami strategiji reforme opredeljena dva 
pomembna cilja: večjo storilnost in boljšo kakovost storitev. To konkretno pomeni, da 
morajo vsebovati projekti vse vidike reforme uprave: pravni, upravni, organizacijski, 
ekonomski oziroma finančni in informacijski. Šele celovitost pristopa zagotavlja 
optimalne rezultate. V gospodarstvu so skupine strokovnjakov in projektni način 
reševanja odprtih vprašanj ţe dolgoletna praksa. V javni upravi pa se tradicionalni 
odnosi počasneje spreminjajo. Tako so pri nas strokovnjaki za vodenje in upravljanje 
bolnišnic še vedno v prvi vrsti zdravniki, ne pa organizatorji, ekonomisti, pravniki 
oziroma manegerji. V gledališčih zaupajo praviloma tudi organizacijska in finančna 
vprašanja igralcem in dramatikom, ne pa na primer managerjem v kulturi. Od 
ravnateljev v osnovnih in srednjih šolah se pričakuje, da bodo uspešno vodili 
pedagoški proces, zraven tega pa delovali kot strokovnjaki za finance, računovodstvo 
in organizacijo poslovanja. In nič drugače ni v drţavni upravi. 
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Poslovni procesi v večini organizacij potekajo preko različnih organizacijskih enot ter 
so obremenjeni z vsemi teţavami, ki se pojavljajo ob prehodu iz enega 
funkcionalnega dela organizacije v drugega.  Pri tem drţavna uprava ni izjema in se 
srečuje z enakimi teţavami. Ključni problem pa je zaporedje izvajanja posameznih 
poslovnih aktivnosti. Zato je potrebno poskrbeti za ustrezno organizacijsko in 
procesno prenovo ter informacijsko podporo, ki bosta zagotovili optimalen in čimbolj 
nemoten potek izvajanja poslovnih procesov v organizaciji. 
 
Da bi v Ministrstvu za notranje zadeve in Policiji zagotovili preglednejšo 
organiziranost ter optimizirali poslovne procese in s tem prispevali h kakovosti 
storitev, se je vodstvo Ministrstva za notranje zadeve in Policije v mesecu februarju 
2009 odločilo za uvedbo projekta racionalizacije poslovanja. V Ministrstvu za notranje 
zadeve in Policiji so k projektu racionalizacije poslovanja pristopili s celovito 
metodologijo »Management poslovnih procesov«.  Management poslovnih procesov 
je poslovni pristop k upravljanju sprememb pri prenavljanju poslovnih procesov. 
Spremembe zajemajo celotni ţivljenjski cikel procesa: od analize in snovanja do 
uvedbe, avtomatizacije in izvajanje procesa. Cilji projekta so:  
- poenostavitev poslovnih procesov z odstranitvijo nepotrebnih aktivnosti, 
- skrajšanje poslovnega cikla oziroma vseh procesov, povečanje odgovornosti 
in posledično zniţanje stroškov poslovanja, 
- dvigovanje dodatne vrednosti v vseh poslovnih procesih ter ob tem postopno 
dvigovanje kakovosti storitev,  
- zniţevanje stroškov izvajanja procesov ob ohranjanju ustreznega razmerja do 
kakovosti in časa, 




7.1 ANALIZA POLICIJSKEGA POSTOPKA PRED UVEDBO NOVE 
INFORMACIJSKE TEHNOLOGIJE 
 
Vključevanje v Evropsko unijo in vzpostavljanje schengenskega reda je zahtevalo 
posebno informacijsko-telekomunikacijsko infrastrukturo. Za njeno izgradnjo je 
slovenska policija del sredstev pridobila tudi v okviru projektov Phare. Kljub 
prilagoditvam ima razvoj informacijsko-telekomunikacijske strukture v slovenski 
policiji za seboj ţe dolgo pot. 
 
Čeprav je temelj policijskega dela v lokalni skupnosti, med ljudmi, si policist svojega 
dela ne more predstavljati brez osebnega računalnika, na katerem nastajajo njegovi 
pisni izdelki (kazenske ovadbe, zapisniki o prometni nesreči, obdolţilni predlogi na 
sodišče in razna poročila, ki jih mora pripraviti za predpostavljene). Preko osebnega 
računalnika je policist povezan v lokalno omreţje tako da lahko preko dostopa na 
centralni računalnik išče in preverja podatke po najrazličnejših evidencah, ki so 
vzpostavljene v skladu z Zakonom o policiji in katerih skrbnica je policija.  
 
Zapisnik sestavi policist o vseh pomembnih dejanjih v postopku, vsak zapisnik 
posebej pa ima pomembno vlogo pri nadaljnjem delu in dokazovanju dejanskega 
stanja v času storitve kaznivega dejanja oziroma prekrška. 
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Na prejšnjih straneh je predstavljenih nekaj najpogostejših zapisnikov, s katerimi se 
srečujemo policisti pri svojem delu. Policijskih zapisnikov je še več, saj je za 
dokazovanje raznih kaznivih dejanj in prekrškov zelo pomembno predvsem 
dokumentiranje dokazov. K veliki količini zapisnikov pa prispeva tudi raznolikost 
policijskega dela, saj nobeno kaznivo dejanje ni enako drugemu, prav tako pa 
policijsko delo obsega različna področja. 
 
Zaradi dela na terenu mora policist imeti vse te zapisnike vedno pri sebi, saj nikoli ne 
ve, kdaj jih bo potreboval. To predstavlja velik logistični problem, ker mora policist 
pred nastopom vsake sluţbe preveriti ali ima pri sebi zadostno količino obrazcev za 
nemoteno delo, nato pa mora te obrazce prenašati s sabo pri delu na terenu. 
 
Kot je omenjeno v uvodu, se pri obravnavanju prometnih nesreč  kaţe bistvena 
pomanjkljivost v birokratizaciji delovnega procesa, saj se isti podatki v enem procesu 
navajajo večkrat – tudi štiri krat, kar je razvidno iz v nalogi opisanih zapisnikov in 
potrdil. 
 
Tako se na primer o celotnem ogledu kraja prometne nesreče piše zapisnik, v 
katerem se navaja osebne podatke udeleţencev, podatke o vozilu katerega je vozil 
udeleţenec, kakšno kršitev je naredil udeleţenec, podatki o rezultatu alkotesta, 
podatki o tehnični izpravnosti vozila, ali je bilo vozniku odvzeto vozniško dovoljenje. 
Kljub navedenemu pa se pri postopku pišejo še zapisniki o preizkusu 
alkoholiziranosti, potrdilo za odvzem registrskih tablic, potrdilo o odvzetem 
vozniškem dovoljenju, v enoti pa se še napiše predlog za uvedbo postopka o 
prekršku sodniku za prekrške, vsi navedeni aki pa vsebujejo samo podatke, ki so ţe 
navedeni v zapisniku o ogledu kraja prometne nesreče (Slika 1).  
 
Zaradi tako imenovanega podvajanja podatkov v različnih zapisnikih in potrdilih pa 
pogosto prihaja tudi do administrativnih napak, ker mora policist tekom postopka 
razmišljati še katere zapisnike oziroma potrdila še mora napisati. 
 
Za laţje razumevanje obsega policisjkih zapisnikov je v nadaljevanju predstavljen 
primer, kjer policist  ustavi in kontrolira voznika osebnega avtomobila. Policist je pri 
kontroli ugotovil, da je voznik pod vplivom alkohola in vozil neregistriran osebni 
avtomobil, na katerem je imel nameščene ukradene registrske tablice. Policist je torej 
temu vozniku najprej napisal zapisnik o preizkusu alkoholiziranosti, nato mu je izdal 
potrdilo o začasno odvzetem vozniškem dovoljenju,  napisal mu je zapisnik o zasegu 
predmetov (za zaseţene ukradene registrske tablice), sestavljen pa je bil tudi 
zapisnik oziroma uradni zaznamek o zaslišanju osumljenca (za tatvino registrskih 
tablic). Za storjene prekrške pa mu je nato napisal in vročil še obvestilo o prekršku 
oziroma plačilni nalog, na katerem so navedeni vsi podatki o storilcu, prekršku, zaseg 
predmetov itd. V opisanem primeru je policist moral napisati več zapisnikov in potrdil, 
na katerih so se podatki podvajali. Pisanje vseh teh zapisnikov je policistu vzelo 
ogromno časa, policist je moral vse te zapisnike napisati na terenu na roke, ker pa se 
podatki na zapisnikih podvajajo, je moţnost administrativne napake toliko večja. 
Vsaka najmanjša napaka pri pisanju zapisnika pa v nadaljnjem postopku pomeni 
tako imenovano procesno napako, kar pomeni, da se lahko storilec izogne sankciji za 
storjeni prekršek oziroma kaznivo dejanje. Predvsem tako imenovani povratniki 
(večkratni storilci kaznivih dejanj in prekrškov) se tega zavedajo in poskušajo 
policista pri postopku zmesti z različnimi provokacijami. 
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Policist  mora biti pri pisanju zapisnika ves čas zbran in osredotočen na svoje delo, 
pri katerem si ne sme dopustiti napake, saj ima lahko vsaka najmanjša napaka hude 
posledice. Prav tako mora dobo poznati zakonodajo, ki se zelo hitro spreminja, 
predvsem pa mora ostati miren in ne nasedati takšnim in drugačnim provokacijam. 
 
Vse navedene zapisnike in potrdila policist na kraju prometne nesreče piše ročno na 
obrazce. Zapisnik o ogledu kraja prometne nesreče pa nato administrativne 
sodelavke v enoti prepisujejo oziroma vnašajo v zastarele uporabniku neprijazne 
računalniške evidence. Nemalokrat se pojavljajo razne napake, ker administrativne 
sodelavke ne znajo prebrati nečitljivega rokopisa in se tako v računalnik vnese 
napačen podatek, kar pa lahko strankam oziroma udeleţencem prometne nesreče 
povzroči teţave pri uveljavljanju svojih pravic predvsem pri zavarovalnici. Prav tako 
udeleţenci prometne nesreče na kraju zapisnika ne morejo prebrati in nanj podati 
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7.2 PRENOVA PROCESA  IN UVEDBA NOVE INFORMACIJSKE TEHNOLOGIJE 
 
V današnjem času se informacijska tehnologija hitro uvaja tudi v upravne postopke. 
Urejevalniki besedil so vsakdanjost, razvijajo se nove aplikacije, ki bodo omogočile 
bolj enostavno vodenje evidenc dokumentarnega gradiva, in novi načini 
komuniciranja uporabnikov storitev uprave, ki bodo temeljili na elektronski 
komunikaciji med drţavljanom in upravo, na internetu se dnevno pojavljajo novi 
upravni portali, uvaja se tehnologija vodenja procesov in skupinskega dela itd. Vsa 
našteta orodja, metodologije in tehnologija sluţijo predvsem podpori upravnega dela 
na operativni ravni. 
 
Razmišljanja o prenovi  in informatizaciji poslovnih procesov, da bi v organizaciji 
izboljšali uspešnost poslovanja skozi niţje stroške, krajše izvajalne čase in boljšo 
kakovost, zbudijo v praksi v posameznih primerih različne odzive. Največkrat so ti 
odzivi pozitivni. Seveda pa ponekod še vedno prevladuje prepričanje, da za prenovo 
poslovanja v danem trenutku ni posebne potrebe. 
 
Ena ključnih rešitev za teţave, ki pestijo večino organizacij, je prenova poslovnih 
procesov.  To je nov način izboljševanja delovanja organizacij, pomeni pa 
analiziranje in spreminjanje celotnega poslovnega procesa. Ker ta zasnova zahteva 
korenite spremembe v poslovanju organizacije morajo biti pred njenim začetkom 
izpolnjeni nekateri pogoji. Vodstvo organizacije mora najprej zavreči neuporabna 
uveljavljena pravila in postopke, ki jih je uporabljalo pri dosedanjem poslovanju. Po 
drugi strani je treba opustiti tudi neprimerna organizacijska in izvedbena načela. Šele 
tedaj je mogoče začeti vnovično načrtovanje organizacije zdruţbe. 
 
Vprašanje prenove poslovanja organizacije je najpogosteje vezano predvsem na 
prenovo poslovnih procesov ter zajemajo področje racionalizacije, standardizacije in 
poenostavitve postopkov ter uvajanje nujnih organizacijskih sprememb in razmer za 
uvedbo sodobnih konceptov  skupinskega dela in sodobne informacijske tehnologije. 
 
Skoraj vsak poslovni sistem je, slej kot prej, prisiljen izvesti redesign oziroma 
prenovo poslovnih procesov zaradi: 
- dostopnosti novih tehnologij, 
- nove konkurence, 
- novih načinov distribucije storitev, 
- sčasoma povečane birokracije, 
- odvečnih podprocesov, 
- slabše učinkovitosti zaposlenih in 
- zamudnosti izvedbe storitev (Kovačič, 2002). 
 
Poslovni sistem potrebuje prenovo za: 
- ponovno pridobitev izgubljenih in novih pozicij na trgu, 
- revitalizacija oziroma poţivitev poslovnih procesov, 
- pridobitev konkurenčne prednosti,  
- dati strankam veliko zadovoljstvo oziroma prilagajanje strankam, 
- zmanjšanje časa, potrebnega za izvedbo storitev, 
- zmanjšanje stroškov in predvsem 
- ZA PREŢIVETJE (Kovačič, 2002). 
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Informacijsko komunikacijska tehnologija  ima  ključno vlogo  pri prenovi poslovnih 
procesov (Business Pocess Reengineering). Informacijsko  komunikacijska 
tehnologija nam  omogoča  zniţevanje  stroškov,  dvig  kakovosti,  skrajšanje  časa 
izvajanja   poslovnih   postopkov in   zmanjšanje   števila   zaposlenih. 
 
V gospodarstvu je vodilni motiv informatizacije zagotavljanje konkurenčne prednosti s 
povečanjem produktivnosti, učinkovitosti in zniţevanje stroškov ob povečanju 
kvalitete proizvodov in storitev. Temeljni cilj informatizacije podjetij je bil zagotavljati 
večji dobiček. Prenova poslovanja v javni upravi ob uvajanju novih tehnologij pa je 
prav tako nujna kot v gospodarstvu. Z informatizacijo javne uprave se povečuje 
učinkovitost poslovanja in dvigne kakovost storitev ter izboljša komunikacija z občani. 
Informatizacija javne uprave je v preteklosti potekala spontano in je bila bolj 
posledica močnega pritiska trga informacijske tehnologije in le redko sistematično 
postavljenih vsebinskih ciljev. 
 
Iz vsebine navedenih policijskih zapisnikov in analize podatkov, ki jih vsebujejo ti 
zapisniki izhaja, da bi bilo dovolj, če bi policist v primeru, ko gre za obravnavo storilca 
prekrška, napisal samo plačilni nalog, na katerem so navedeni vsi podatki in ukrepi 
policista. 
 
Kadar pa bi policist obravnaval prometno nesrečo bi napisal samo zapisnik o ogledu 
kraja prometne nesreče, v  katerem so prav tako zajeti vsi podatki o storilcu in ostalih 
udeleţencih, ter navedeni vsi izvedeni ukrepi policije. 
 
S tem bi se birokracija pri policijskem postopku občutno zmanjšala, kvaliteta 
policijskega dela pa bi se izboljšala, saj policistu pri pisanju različnih zapisnikov nebi 
bilo potrebno razmišljati, kateri zapisnik oziroma potrdilo še mora napisati. 
Pisanje istih podatkov v različne zapisnike bi se s tem enostavnim ukrepom ukinilo, 
kar bi prineslo izboljšano kvaliteto policijskega dela, večje zadovoljstvo strank v 
postopku, nenazadnje pa bi takšen način dela prinesel večjo preglednost postopka in 
podatkov, saj bi bili vsi podatki v enem zapisniku in jih nebi bilo potrebno iskati na 
različnih krajih. Prav tako bi bil s tem rešen logistični problem, saj policistu nebi bilo 
potrebno s seboj »tovoriti gore zapisnikov«. 
 
V prejšnjem poglavju navedenim teţavam s katerimi se policisti srečujejo pri 
obravnavanju prometnih nesreč se lahko izognemo tako, da se vse policiste, ki 
obravnavajo prometne nesreče opremi s prenosnim računalnikom in tiskalnikom. 
Prenosni računalnik mora biti opremljen s sodobno programsko opremo, ki je 
prijazna do uporabnika in povezan s centralno bazo podatkov. 
 
Policist tako na kraju prometne nesreče o ogledu kraja prometne nesreče piše 
enoten zapisnik, v katerem so zajeti vsi podatki o nesreči, na prenosnem 
računalniku, ki je povezan s centralnim računalnikom. Povezava računalnika s 
centralno bazo podatkov je potrebna, da se lahko računalnik med pisanjem zapisnika 
poveţe s to bazo in avtomatsko iz nje črpa podatke oziroma preverja podatke, ki jih 
je vpisal policist. V postopku policist za občana v aplikacijo vnese le ključni podatek, 
na primer EMŠO ali ime in priimek, informacijska tehnologija v zapisnik v elektronski 
obliki vnese oziroma prevzame vse potrebne podatke o občanu. Enak način 
vpisovanja oziroma vnašanja podatkov je za vozilo, ko se vnese samo registrsko 
številko oziroma številko šasije vozila, informacijska tehnologija pa ostale podatke 
 51 
sama poišče oziroma prevzame v zapisnik. Po opravljenem ogledu kraja nesreče se 
zapisnik zaključi in natisne v ustreznem številu kopij, tako da vsak od udeleţencev 
dobi eno kopijo, eno kopijo spravi policist v arhivu, eno kopijo pa se pošlje sodniku za 
prekrške, zapisnik pa na kraju podpišejo vsi udeleţenci, ki lahko na zapisnik podajo 
svoje pripombe. 
 
Pri  uvajanju sprememb pri obravnavanju prometne nesreče z uporabo prenosnega 
računalnika in sodobne informacijsko komunikacijske tehnologije smo skrajšali 
delovni proces in se izognili ročnemu in nečitljivemu pisanju raznih zapisnikov in 
potrdil. Udeleţenci prometne nesreče pa so takoj na kraju dobili izvod zapisnika o 
prometni nesreči in so takoj na kraju nanj lahko tudi podali svoje pripombe. 
 
Na kraju prometne nesreče  se bo  torej napisal samo en zapisnik (ki se stiska v več 
izvodih) iz katerega bodo razvidni vsi podatki. Policistu na kraju ne bo potrebno več 
pisati zapisnikov o preizkusu alkoholiziranosti, potrdila o odvzetem vozniškem 
dovoljenju, potrdila o odvzetih registrskih tablicah, potrdila o poškodbi vozila tuje 
registracije ter obvestila o prekršku oziroma plačilnega naloga, ker bodo vsi ti podatki 
razvidni iz zapisnika o ogledu kraja prometne nesreče (Slika 2). 
 
Pomembna pridobitev uvedbe nove informacijske tehnologije pri operativnem delu 
policije bi bila tudi laţja takojšnja nesporna ugotovitev identiteta osebe v policijskem 
postopku, kadar le ta svoje identitete ne more izkazati z ustreznim osebnim 
dokumentom oziroma je pristnost dokumenta sporna. Z uporabo prenosnega 
računalnika, ki je povezan s centralno bazo podatkov, policist lahko takoj na kraju 
nedvoumno ugotovi resničnost identitete osebe v postopku, tako da preveri podatke, 
ki jih je navedla oseba in s preverjanjem preko biometrije - zaenkrat fotografija 
osebe. 
 
Hkrati z dvigom kvalitete opravljenega dela policista bi z uvedbo in uporabo nove 
informacijske tehnologije prihranili na času, moţnost napačnih oziroma nepravilnih 
podatkov pa bi se zmanjšala oziroma izničila, saj bi z uporabo ustrezne informacijske 
tehnologije le ta avtomatsko sama opravila kontrolo predvsem osebnih podatkov.  
Prav tako bi se občutno prihranilo na času, saj bi s tem bili odpravljeni dolgi 
birokratski postopki, kjer policist najprej napiše zapisnik na roke na kraju dogodka, 
nato se zapisnik prepiše v elektronsko obliko, nakar se podatki vnesejo v 
računalniške evidence. Z uvedbo uporabe prenosnega računalnika bi policist te 
podatke neposredno na terenu vnesel v računalniške evidence, s tem pa bi 
upravičeni uporabniki kopije spisov s potrebnimi podatki dobili ţe kar na kraju 
dogodka in bi lahko takoj po končanem postopku policista začeli z uveljavljanjem 
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Slika 2 : Diagram poteka delovnega procesa po prenovi 
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8 OCENA UČINKOV 
 
Informatizacija predstavlja splošen in celovit proces uvedbe in uporabe informacijske 
tehnologije. Informatizacija poslovanja je usmerjena k avtomatizaciji in optimizaciji 
izvajanja poslovnih procesov (Kovačič, 2002, str. 14). 
 
Za razliko od informatizacije gospodarstva, kjer je vodilni motiv zagotavljanje 
konkurenčne prednosti, je informatizacija drţavne uprave usmerjena predvsem v 
dvig kakovosti storitev in v povečanje učinkovitosti poslovanja. 
 
Z uvedbo nove informacijske tehnologije pri operativnem delu policije so doseţeni vsi 
cilji projekta racionalizacije poslovanja, h kateremu je Policija pristopila v mesecu 
februarju 2009. Delovni procesi se poenostavijo, odvečnih oziroma nepotrebnih 
aktivnosti pa s tem ni več. Poslovni cikel oziroma delovni proces se skrajša in se s 
tem zniţajo stroški poslovanja, kar je v današnjem času zelo pomembno, saj se je 
potrebno tudi v javni upravi ravnati v duhu »dobrega gospodarja«. S spremembo 
poslovanja se je dvignila tudi kvaliteta opravljenega dela, saj se je moţnost 
administrativnih napak občutno zmanjšala, z uvedbo nove informacijske tehnologije 
pa smo tudi občutno privarčevali pri porabljenem času. 
 
Uvedba nove informacijske tehnologije v postopek obravnavanja prometne nesreče 
predstavlja samo del informatizacije, ki zajema še spreminjanje organizacije dela 
oziroma organizacijskih struktur in prenovo poslovnih postopkov. 
 
Zaradi uvedbe nove informacijske tehnologije se je delovni proces policista skrajšal, 
določeni deli procesa, kot so prepisovanje spisa, pa so bili odpravljeni, zato je 
potrebno tudi spremeniti organizacijo dela oziroma organizacijskih struktur.  
 
Z uvedbo nove tehnologije policist vpisuje podate neposredno na prenosnem 
računalniku na terenu v elektronski obliki, zato v nadaljevanju postopka odpade 
delovni proces, v katerem je administrativna sodelavka pred prenovo poslovanja v 
enoti prepisovala zapisnik na osebnem računalniku v elektronsko obliko. Zapisnik je 
policist pred spremembo poslovanja na terenu napisal ročno na papir, pri čemer je bil 
včasih rokopis policista nečitljiv.  
 
S prenovo poslovanja je postal odvečen tudi proces preverjanja pravilnosti podatkov, 
katere je moral policist nato preveriti ob prihodu v enoto, saj se po uvedbi nove 
informacijske tehnologije podatki preverjajo neposredno oziroma takoj na terenu ob 
vnosu v računalniške evidence, oziroma podatke preveri sam informacijski sistem in 
s tem skoraj ni moţnosti vnosa napačnih podatkov.  Informacijski sistem z uporabo 
prenosnega računalnika, ki je z brezţično podatkovno povezavo, z ustrezno zaščito 
pred nepooblaščeno uporabo, povezan s centralnim registrom prebivalstva nam 
omogoča takojšen vnos podatkov v računalniške evidence in preverjanje podatkov iz 
registra, prav tako nam omogoča neposredno pridobivanje osebnih podatkov in 
podatkov o vozilih in ostalih predmetih iz registra prebivalstva. 
 
Pred uvedbo nove informacijske tehnologije je moral policist na terenu preko 
prenosne radijske zveze zaprositi  operativno komunikacijski center, da mu je po 
računalniških evidencah preveril osebne podatke oziroma podatke o vozilu, katerih 
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policist ni imel na kraju. Uvedba nove informacijske tehnologije pa  policistu 
omogoča, da podatke preveri neposredno sam v računalniški evidenci. Prav tako 
sistem omogoča policistu, da v primeru ko stranka v postopku iz kakršnega koli 
razloga pri sebi nima osebnih dokumentov, s pomočjo registra prebivalstva v katerem 
je tudi fotografija, nedvoumno oziroma nesporno preveri istovetnost osebe. S tem se 
je bistveno skrajšal in poenostavil postopek ugotavljanja identitete osebe, saj je 
moral policist pred uvedbo nove tehnologije osebo odpeljati s kraja na najbliţjo 
policijsko postajo, kjer je lahko nesporno ugotovil njeno identiteto. 
 
Iz zgoraj opisanega izhaja, da je uvedba nove informacijske tehnologije pri 
operativnem delu policista prinesla ogromno napredka, skrajšanje delovnega 
procesa in odprava odvečnih delovnih procesov tudi na drugih nivojih.  
 
Delovni proces policista se je občutno skrajšal, saj mu ni potrebno več pisati različnih 
zapisnikov, v katerih se podatki podvajajo, ampak napiše samo en zapisnik, ki 
vsebuje vse potrebne podatke. Ta zapisnik piše policist neposredno na prenosnem 
računalniku na terenu, zato se mu zaradi urejanja administracije, kot so kompletiranje 
zapisnikov, ni potrebno vračati v enoto in lahko svoj delovni čas bolj racionalno 
izkoristi za delo na terenu. 
 
Administrativni sodelavki ni potrebno prepisovati nečitljivih rokopisov v elektronsko 
obliko, zaradi česar lahko kvalitetnejše opravi ostalo administrativno poslovanje v 
policijski enoti. 
 
Uvedba nove informacijske tehnologije pa je prinesla tudi razbremenitev operativno 
komunikacijskega centra, kateremu ni potrebno več v računalniških evidencah 
preverjati osebnih podatkov za policiste na terenu, ker lahko to policisti storijo 
neposredno pri postopku. Zaradi opisane razbremenitve se lahko operaterji na 
operativno komunikacijske centru bolj posvetijo strankam, ki po telefonu kličejo 
policijo. Prav tako pa lahko zaradi razbremenitve več časa posvetijo organizaciji dela 
oziroma razporeditvi patrulj na terenu, kar bi prav tako prispevalo h kvaliteti  in 
racionalizaciji opravljenega policijskega dela. 
 
Najpomembnejše pri uvedbi nove informacijske tehnologije pa je zadovoljstvo strank 
v postopku in njihovo laţje uveljavljanje pravic, saj stranka v postopku dobi takoj na 
kraju zapisnik, katerega je policist sestavil o dogodku, stranka pa lahko na zapisnik 
poda tudi pripombe, kar pred prenovo poslovanja ni bilo mogoče, saj je zapisnik bil 
napisan šele čez nekaj časa v policijski enoti. Prav zadovoljstvo strank je pri 





Ţivimo v času, v katerem smo priča nenehnim in hitrim spremembam, tako v 
organizaciji, kot v okolju v katerem se organizacija nahaja. Dinamika sprememb 
okolja dviguje raven potreb po konkurenčnosti organizacije, pa tudi za pospešitev 
pretoka podatkov in informacij znotraj organizacije in z njenim okoljem. Vse 
izrazitejša konkurenčnost okolja, zmogljivejša informacijska tehnologija in nova 
znanja kadrov postavljajo pred organizacije zahtevo po več in kakovostnejših 
podatkih ter ustreznejšem upravljanju s temi podatki. 
 
Poslovni procesi v večini organizacij potekajo preko različnih organizacijskih enot ter 
so obremenjeni z vsemi teţavami, ki se pojavljajo ob prehodu iz enega 
funkcionalnega dela organizacije v drugega.  Pri tem drţavna uprava ni izjema in se 
srečuje z enakimi teţavami. Ključni problem pa je zaporedje izvajanja posameznih 
poslovnih aktivnosti. Zato je potrebno poskrbeti za ustrezno organizacijsko in 
procesno prenovo ter informacijsko podporo, ki bosta zagotovili optimalen in čimbolj 
nemoten potek izvajanja poslovnih procesov v organizaciji. 
 
Prenova poslovanja organizacije je vezana na prenovo poslovnih procesov in zajema  
področje  racionalizacije  in  standardizacije, ter poenostavitve  postopkov,  uvajanja  
nujnih  organizacijskih  sprememb,   ter  pogojev  za  uvedbo sodobne informacijske 
tehnologije. 
 
Prenova poslovnih procesov v javni upravi ob uvajanju novih tehnologij je prav tako 
nujna kot v gospodarstvu oziroma zasebnem sektorju, saj je neprestano potrebno 
strmeti za povečano storilnostjo oziroma učinkovitostjo poslovanja in dvigom 
kakovosti storitev ter izboljšanjem komunikacije z občani. 
 
Prenova poslovanja drţavne uprave ima v sami strategiji reforme opredeljena dva 
pomembna cilja: večjo storilnost in boljšo kakovost storitev. To konkretno pomeni, da 
morajo vsebovati projekti vse vidike reforme uprave: pravni, upravni, organizacijski, 
ekonomski oziroma finančni in informacijski. Šele celovitost pristopa zagotavlja 
optimalne rezultate. V gospodarstvu so skupine strokovnjakov in projektni način 
reševanja odprtih vprašanj ţe dolgoletna praksa. V javni upravi pa se tradicionalni 
odnosi počasneje spreminjajo. 
 
Prenova poslovnih procesov je nov pristop k izboljševanju delovanja Policije, pomeni 
pa  analiziranje  in  spreminjanje  celotnega  poslovnega  procesa. Glede  na  to, da  
zasnova  zahteva  korenite spremembe v poslovanju Policije, je potrebno opustiti  
neprimerna  sedanja   organizacijska   in   izvedbena   načela.  Izkoristiti  je potrebno 
vse moţnosti uporabe  informacijsko  komunikacijske  tehnologije,  ki  zelo 
neposredno močno vpliva na način in kakovost izvajanja prenove. 
 
S predlagano prenovo poslovnih procesov operativnega dela policije navedenih v 
nalogi, policist pri obravnavanju storilca prekrška napiše samo plačilni nalog, na 
katerem so navedeni vsi podatki in ukrepi policista, ko pa policist obravnava 
prometno nesrečo napiše samo zapisnik o ogledu kraja prometne nesreče, v  
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katerem so prav tako zajeti vsi podatki o storilcu in ostalih udeleţencih, ter navedeni 
vsi izvedeni ukrepi policije. 
 
Pri prenovljenem delovnem procesu se birokracija policijskega postopka občutno 
zmanjša, s tem pa se dvigne kvaliteta policijskega dela, saj se policist lahko veliko 
bolj posveti pisanju zapisnika, ker se piše samo en zapisnik, ki nadomesti večje 
število zapisnikov, ki so se pisali pred prenovo procesa. Takšen način dela zagotavlja 
tudi večjo preglednost postopka in izvedenih ukrepov, saj so vsi podatki na enem 
mestu oziroma v enem zapisniku in jih ni potrebno iskati na različnih krajih oziroma v 
različnih zapisnikih. 
 
Občuten dvig ravni kakovosti in prihranek časa pa doseţemo tudi z uvedbo nove 
informacijske tehnologije v operativnem delu policije. Z uvedbo nove informacijske 
tehnologije je mišljena uvedba oziroma uporaba prenosnega računalnika s 
tiskalnikom in z brezţično povezavo s centralno bazo podatkov.  Računalniška 
tehnologija pri postopku avtomatično išče podatke, ki jih zahtevamo po vnesenem 
ključu kot je: EMŠO, ime in priimek, registrska številka vozila ali številka šasije. 
Najdeni podatki se nato prenesejo v zapisnik, ki se piše na kraju prekrška oziroma 
prometne nesreče, tako da ni potrebno več vseh podatkov ročno vnašati v zapisnik, s 
tem pa se tudi zmanjša moţnost vnosa napačnih podatkov v zapisnik o prekršku 
oziroma o prometni nesreči. Seveda je zaradi varnosti potrebno podatke preveriti, saj 
obstaja tudi verjetnost, da je prišlo do napake pri vnosu podatkov v centralni register, 
kar pa nam vseeno vzame dosti manj časa, kot podatke prepisovati iz različnih 
dokumentov.  
 
Pred uvedbo sodobne informacijske tehnologije v policijske postopke občan, ki je bil 
udeleţen v prometni nesreči, policijskega zapisnika o prometni nesreči zaradi dolgih 
birokratskih postopkov ni mogel videti tudi do enega meseca po nesreči, z drugim 
udeleţencem pa si je moral na kraju sam izmenjati podatke. Po uvedbi nove 
informacijske tehnologije, pa je zapisnik o prometni nesreči udeleţenec nesreče dobil 
takoj na kraju, v zapisniku pa so bili tudi vsi podatki soudeleţenih, katere potrebuje 
za uveljavljanje odškodnine na zavarovalnici, kar za udeleţenca prometne nesreče 
pomeni, da lahko takoj po opravljenem ogledu kraja prometne nesreče, ki ga opravi 
policija, s policijskim zapisnikom uveljavlja svoje pravice iz naslova zavarovanja. 
 
Iz  obravnavanega  primera  bi sprememba delovnega procesa omogočila skrajšanje 
delovnega postopka  in  prihranek časa, ki  bi  ga  dosegli  s  pomočjo  informacijsko 
komunikacijske tehnologije, ki bi nam omogočila hitrejšo komunikacijo  med policijo in 
strankami. 
 
Uporabniki informacijsko komunikacijske tehnologije so med sabo povezani z lokalno 
mreţo oziroma z  internetom,  ki  omogoča  tudi  elektronsko  pošto.  Sporočila  in 
zahteve potujejo po mreţi  in elektronski pošti, prav tako je moţnost hitrih povratnih 
informacij. 
 
Pri tem pa ne smemo zanemariti upoštevanje zakonodaje in rokov, ki se jih moramo 
drţati pri zagotavljanju pravic strank ter bi s prenovo poslovnega procesa in z 
informatizacijo tega laţje zagotavljali. 
 
 57 
S predlagano prenovo poslovnega procesa operativnega dela policije in z uvedbo 
nove informacijske tehnologije v te delovne procese oziroma postopke bi policija 
laţje sledila svoji viziji, ki je s prilagajanjem okoliščinam, razvojem potencialov in 
vzpostavljanjem partnerskih odnosov s prebivalci Slovenije soustvariti varnostni 
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