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Laporan projek ini dikemukakan sebagai memenuhi  
sebahagian daripada keperluan tujuan 

























Untuk suami ,anak dan keluarga tersayang 
Pendidik-pendidik 
Sahabat-sahabat yang dikasihi 
Terima kasih diatas segala sokongan, kasih-sayang dan semangat  














Segala puji dan kesyukuran pada Ilahi serta salam buat rasul junjungan yang 
telah menurunkan ilmu kepada seluruh umat manusia untuk dimanfaat hingga ke 
akhir zaman. Dengan berkat dan rahmat dari-Nya pembangunan laporan keseluruhan 
projek dapat disiapkan mengikut tempoh yang ditetapkan.  
   
 
 Sekalung penghargaan buat penyelia projek Dr Norafida Binti Ithnin yang 
telah memberikan tunjuk ajar dan nasihat kepada saya dalam usaha menyiapkan 
projek ini. Terima kasih juga ditujukan kepada Y.B.M Tunku Zaharah binti Tunku 
Osman ( Pengarah Unit Sains Teknologi dan ICT Negeri Johor) dan Cik Raja Emy 
Arfah binti Raja Abd. Rahman (Pegawai Keselamatan ICT Negeri Johor) yang sudi 
memberikan kerjasama dan meluangkan masa untuk memberikan pandangan dan 
idea serta mengesahkan fasa kesediaan digital forensik dan panduan maklumat bagi 
polisi kesediaan digital forensik ini terutama di dalam mendapatkan maklumat serta 
teguran membina bagi memastikan fasa dan panduan maklumat yang dihasilkan 
memenuhi keperluan Kerajaan Negeri Johor. 
  
 
 Sekalung penghargaan juga ditujukan kepada responden setiap soalan kaji 
selidik yang terdiri daripada Pegawai Tadbir Negeri Johor dan pegawai-pegawai di 
Unit Sains Teknologi dan ICT Negeri Johor dan Mahkamah Syariah  kerana sudi 
memberi kerjasama untuk menjawab setiap soalan kaji selidik ini. Semoga usaha ini 
akan memberikan sesuatu yang berguna kepada Kerajaan Negeri Johor disamping 


















 Pada masa kini terdapat banyak insiden  yang membabitkan peranti digital 
perlu dititikberatkan oleh penjawat awam Kerajaan Negeri Johor.  Terdapat banyak 
salahlaku membabitkan  maklumat digital yang dipandang ringan oleh pihak 
pengurusan dan tiada garis panduan atau polisi jika penjawat awam menggunakan 
internet untuk kegunaan peribadi, melakukan jenayah yang berkaitan dokumen 
elektronik sebagai bukti, mencuri maklumat daripada komputer pejabat, gangguan 
seksual menggunakan mel elektronik, penggunaan telefon bimbit untuk urusan rasmi 
dan pelbagai aktiviti menggunakan rangkaian Kerajaan Negeri Johor.  Kerajaan 
Negeri Johor tidak mempunyai sebarang polisi untuk berhadapan dengan senario 
begini terutama apabila membabitkan prosiding perundangan.  Kajian projek 
dijalankan ke atas permasalahan ini dengan objektif untuk mengenalpasti fasa dan 
aktiviti kesediaan digital forensik bagi Kerajaan Negeri Johor, mencadangkan fasa 
dan aktiviti kesediaan digital forensik dan deraf panduan  maklumat bagi polisi 
kesediaan digital forensik Kerajaan Negeri Johor serta pengesahan fasa dan aktiviti 
kesediaan digital forensik dan deraf panduan  maklumat  bagi polisi kesediaan digital 
forensik Kerajaan Negeri Johor.  Untuk mencapai matlamat kajian ke atas projek ini, 
pendekatan saintifik  penyelidikan perlu dilaksanakan.  Metodologi penyelidikan 
yang dilaksanakan bagi membantu mencapai matlamat kajian bagi projek ini adalah 
mengenalpasti masalah melalui pemerhatian, teori dan model, pengumpulan data, 
analisa data, hipotesis dan hasil penyelidikan.  Hasil akhir kajian projek ini adalah 
fasa kesediaan digital forensik bagi Kerajaan Negeri Johor dan deraf panduan 
maklumat bagi polisi kesediaan digital forensik Kerajaan Negeri Johor. Kedua-dua 
hasil akhir projek ini dapat membantu Kerajaan Negeri Johor mempunyai garis 
















 In reason years, there are many incidents involving digital devices which 
need to be taken seriously by the Johor State Government. There are numerous 
misconduct involving digital information taken lightly by the management and there 
are no guidelines or policies for the civil servants if they abuse the Internet for 
personal usage, committing cyber related crimes, stealing information from the office 
computers, sexual harassments using electronic mail, the usage of mobile phones for 
personal purposes and other unauthorized activities using the government’s 
networking. Johor State Government has no policies to deal with this incidents 
especially those involving legal proceedings. Research projects are carried out on 
this problems with the objectives to identify, propose, draft guidelines policies and 
confirm the phases and digital forensic readiness activities for the Johor State 
Government. To achieve this objectives, a scientific approach to research must be 
implemented. The research methods apply are by identifying the problems through 
observations, theories and models, collecting and analyzing data, making hypothesis 
and research findings. The research will finally produce the phases of 
implementation and draft guidelines policies for digital forensic readiness. These will 
hopefully assist the Johor State Government should there be incidents involving 
digital evidence. 
 
 
