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INTRODUCCION
Los adelantos de la tecnología per-
miten que las comunicaciones tengan
lugar a través de grandes distancias
cada vez con mayor facilidad. Los com-
putadores hablan a los computadores;
la gente habla a los computadores y los
computadores hablan a la gente. Este
rápido cambio ha forzado a muchos de
los medios corrientes de información
hasta sus límites tecnológicos. Nuevas
ideas de diseño y conceptos tecnológi-
cos revolucionarios están surgiendo en
todas partes, y con ellos la necesidad
evidente de mejores sistemas de comu-
nicación que brinden confiabilidad, se-
guridad y rápido desempeño, siendo
nuestro objetivo brindar un conocimien-
to de los mismos.
Como estudiantes de ingeniería de
sistemas y futuros ingenieros, estamos
en la obligación de conocer las innova-
ciones y cambios tecnológicos; más aún
cuando debemos afrontar un mercado
competitivo en donde se hace vital la
actualización con mucha frecuencia.
Un? de los tE:lrna~másimportantes
en nuestro medio es el de las redes, tal
como lo percibimos a través de Internet,
que nos brinda facilidades de acceso a
gran cantidad y variedad de información
de cualquier parte, entre otras.
En este trabajo nos concentraremos
en los últimos adelantos en cuanto a
tecnologías para redes LAN y WAN, en
lo que se refiere a la transmisión de la
información. También trataremos algu-
nos servicios que se pueden tener si se
cuenta con una conexión de red.
OBJETIVOS
Objetivos generales
• Despertar el interés por investigar
acerca de temas relacionados con
la Ingeniería de Sistemas.
• Investigar y documentar de manera
global los conceptos, las aplicacio-
nes y los adelantos en redes WAN y
LAN.
• Adquirir conocimientos, nosotros (a
través de la realización del trabajo)
y nuestros compañeros (por medio
de la exposición), en lo que concier-
ne a las redes y sus tecnologías.
Objetivos específicos
Conocerlos conceptos y las carac-
terísticas de las redes WAN y LAN.
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1.2. Características
Las redes de área extensa tienen re-
quisitos distintos de los de las redes de
área local:
• Los tiempos de propagación son
mucho mayores, debido a las gran-
des distancias que cubren, particu-
larmente cuando se utilizan enlaces
vía satélite.
• Las velocidades de transmisión de
datos son mucho menores que en
LAN.
Las tasas de error son generalmen-
te mucho mayores que en las LAN,
1.1. Definición
Este tipo de redes surgen para satis-
facer las necesidades de transmisión de
datos a distancias superiores a unos
pocos kilómetros, puede abarcar conti-
nentes enteros e incluso disponer de
enlaces intercontinentales. Podría
definirse como una red que interconecta
ordenadores, terminales y redes de área
local nacionales e internacionales.
Los estándares más significativos
que se aplican a redes de área extensa
afectan a:
a) El medio (módems, líneas, etc.).
b) Los interfaces físicos.
c) Los protocolos de control del enlace
de datos.
d) Los estándares de arquitectura de la
red.
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1.4. Conectividad
Hoy día, América en conjunto dispo-
ne de un amplio espectro de opciones
de telecomunicaciones para formular
WANen el futuro, entre las que se in-
cluyen asíncrona, síncrona, conmutada
Las bandas de frecuencias más co-
munes para las comunicaciones me-
diante microondas son las de 2, 4, 6 Y
6.8 Ghz. Los enlaces de microondas
presentan unas tasas de error en rango
de 1 en 105 a 1 en 1011 , dependiendo de
la relación señal-ruido en los receptores.
1.3.2. Comunicaciones vía satélite
Los sistemas basados en el uso de
satélites parecen ofrecer la posibilidad
de comunicaciones de datos casi per-
fecta, con altas velocidades y sin incre-
mentos aparentes en los costos debido
a la distancia. Sin embargo, existen
muchos aspectos prácticos que deben
considerarse:
Hay un retraso de unos 0.5 segun-
dos en las comunicaciones debido
a la distancia que han de recorrer, lo
que puede dar lugar a problemas con
los protocolos interactivos en tiem-
po real.
• Los satélites pueden sufrir fallos que
provocan su salida de servicio; por
lo tanto es necesario disponer de un
medio alternativo de servicio en caso
de cualquier eventualidad.
• Las estaciones terrenas suelen es-
tar situadas lejos de los usuarios y a
menudo se necesitan costosos en-
laces de alta velocidad.
Las comunicaciones con los satéli-
tes pueden ser interceptadas por
cualquiera que disponga de un re-
ceptor en las proximidades de la es-
tación.
Los satélites geoestacionarios pasan
por períodos en los que no pueden
funcionar.
1.3. Medios de transmisión
1.3.1. Enlaces de microondas
Se usan extensamente como enlaces
telefónicos allí donde los cables coa-
xiales o de fibra óptica no son prácticos.
Se necesita una línea de división direc-
ta para transmitir en la banda de SHF,
de modo que es necesario disponer las
antenas de microondas en torres eleva-
das en las cimas de colinas o acciden-
tes de terreno, para (isl,'lg,uraruncal'T1i-
no directo con la mínima intervención de
repetidoras.
haciendo necesarios procedimientos
más efectivos para la detección y re-
cuperación de errores. Los protoco-
los de transporte deben diseñarse
para hacer frente a errores no co-
rregidos.
A menudo son muchas las partes in-
volucradas en la conexión de los
enlaces, terminales u ordenadores
a la red y en definición de estánda-
res. Una LAN suele ser de propie-
dad privada y es administrada por
una sola organización.
• El fallo de los enlaces es más pro-
bable, de modo que deben estar pre-
vistas posibles reconfiguraciones de
la red.
La red puede almacenar datos y des-
pués enviarlos, introduciendo retra-
sos impredecibles, en paquetes de
diferentes tamaños y en distinto or-
den al recibido.
Los costos derivados del uso de la
red pueden depender del tráfico,
mientras que en una LAN los costos
son fijos.
Pueden existir puertas de acceso
(Gateways) que realicen la conver-
sión de protocolos en la transmisión
de datos. Protocolos diferentes pue-
den tener necesidades de direc-
cionamiento distintas.
La Red Télex (propiedad de la Di-
rección General de Correos y Tele-
comunicaciones).
La Red Telefónica Básica (propiedad
de la compañía telefónica).
La Red Especializada en Transmi-
sión de Datos (Iberpac), también pro-
piedad de la compañía telefónica. Se
caracteriza por su alta calidad y se-
guridad utilizando la técnica de con-
mutación de paquetes.
•Proporcionar una definición especí-
fica de cada una de las redes aquí
tratadas.
Identificar y explicar las nuevas tec-
nologías de cada una de las redes.
Dar a conocer las especificaciones
técnicas de las diferentes nuevas
tecnologías que se están usando
para redes WAN y LAN.
Dar a conocer algunos de los servi-
cios que ofrecen las redes.
Familiarizarse con la terminología
utilizada en el ambiente de las re-
des.
Existen redes privadas de uso exclu-
sivo que obedecen a exigencias fuertes
de seguridad o necesidad de utilización
donde no existe otra solución que este
tipo de red. En España hay tres redes
públicas que son:
1. REDES WAN
Este tipo de redes permite conexio-
nes entre múltiples usuarios y dispositi-
vos de todo tipo. Proporcionan conexio-
nes de ámbito regional o global por me-
dio de líneas telefónicas y satélites. Las
grandes empresas que tienen oficinas
regionales o distribuidas por todo el
mundo utilizan las WAN para inter-
conectar las redes. Los circuitos dedi-
cados se alquilan a compañías telefóni-
cas de larga distancia para proporcio-
nar conexiones de tiempo completo en-
tre sistemas.
Las redes de área extensa (WAN)
más comunes son las Redes Públicas
de Telecomunicación que de forma si-
milar existen en casi todos los países
del mundo y que se encuentran in-
terconectadas. A ellas puede conectar-
se cualquier usuario que lo desee, ge-
neralmente mediante un contrato de
conexión que le permite el intercambio
de información con cualquier otro usua-
rio.
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56, ISDN, punto a punto digital dedica-
da (9600-T3), X.25, Retransmisión de
tramas, Servicio de conmutación de da-
tos multimegabit, SMDS (Switched
Multimegabit Data Service), y Modo de
transferencia asíncrono (ATM). Todo
estos métodos tienen su rincón en el
entorno de WAN actual.
La aplicación de estas actividades de
conectividad puede dividirse en tres ca-
tegorías: Comunicaciones asíncronas,
Redes digitales punto a punto y Redes
digitales de conmutación de paquetes.
104.1. Comunicación asíncrona
Trene la tasa de error más elevada
con el rendimiento inferior, pero es la que
más movilidad permite. Como X.25 se
utiliza de muy diversas maneras, se
agrupa X.25 como una solución asín-
crona, porque es probablemente el uso
más común que se le da hoy día y se le
seguirá dando en el futuro. No obstan-
te, a diferencia de las soluciones de co-
nexión directa, X.25 está considerado
uno de los métodos de conexión más
fiables del mundo. El punto débil va des-
de el equipo del usuario hasta el alcan-
ce local.
104.2. Redes digitales punto a punto
Permiten tasas de transferencia ele-
vadas con un número mínimo de erro-
res y están disponibles en casi todas las
localidades de los EE.UU. Casi todas las
compañías telefónicas ofrecen este ser-
vicio. En las conexiones punto a punto
todos los datos atraviesan la misma ruta
entre los dos lugares enlazados. Todas
las compañías telefónicas implicadas
programan un enlace conmutado per-
manente. Estos circuitos suelen ser las
líneas T1 fraccionario, T2 y T3.
La conectividad del área extensa ha
experimentado un avance significativo
en los últimos años. Hasta finales de los
años ochenta, la mayor parte de las co-
nexiones eran punto a punto o de natu-
raleza asíncrona. La mayoría de las
conexiones de línea punto a punto se
utilizaron para controladores de agru-
pamiento, grandes computadores, mini-
computadores y emulación de terminal
a grandes computadores y minicompu-
tadores.
Aunque estas aplicaciones todavía
existen, se están sustituyendo rápida-
mente por conectividad par a par sobre
diversos enlaces de telecomunicacio-
nes.
1.4.3. Conmutación de paquetes
Se introdujo en los años noventa y
está disponible en la mayor parte de los
EE.UU. Estos servicios ofrecen la
conectividad a alta velocidad que de-
mandan las redes actuales. La ISDN,
Retransmisión de Tramas (Frame
Re/ay), SMDS y ATM son la respuesta
para cumplir con los requisitos mul-
timedia propios de hoy. Este sistema
alcanza altas velocidades de transmi-
sión a expensas de la corrección de erro-
res y utilizando la tecnología más recien-
te para transporte físico. La base es que
los avances tecnológicos han hecho tan
fiable la entrega de datos, comparada
con los métodos anteriores, que cual-
quier corrección de errores puede ha-
cerse en un nivel OSI Superior.
2. TECNOLOGIAS EN REDES WAN
2.1. Frame relay
Es una tecnología que se lanzó al
mercado como una implantación de la
nueva tecnología en transmisión de da-
tos, que permite que los requerimientos
de altas velocidades se puedan llevar a
cabo teniendo una buena infraestructu-
ra que asegure la calidad de la transmi-
sión
2.1.1. Antecedentes
Frame Re/ay fue concebido original-
mente como un protocolo para ser utili-
zado sobre interfaces ISDN. Los propó-
sitos iniciales se realizaron en el
/nternationa/ Te/ecommunication Union
Standarization Sector (ITU-T) en 1984.
En 1990, Cisco Systems, StrataCom,
Northern Telecon y Digital Equipment
eorporation formaron un consorcio para
desarrollar la tecnología y acelerar la in-
troducción de productos Frame Re/ay
interoperables. Este consorcio desarro-
lló la especificación básica de protocolo
Frame Re/ay y le adicionó un conjunto
de extensiones referidas como local
management interface (LMI).
2.1.2. ¿En qué consiste?
Frame Re/ay es un protocolo basado
en el principio de conmutación de pa-
quetes. Puesto que no lleva a cabo una
multiplexación por tiempo, se ajusta
mejor a las aplicaciones de transmisión
de datos.
Esta tecnología divide los datos en
tramas de longitud variable (similar a
X.25) que llevan información de direc-
ción. Las tramas son enviadas a través
de la Red de Frame Re/ay, que las
direcciona al destino requerido.
Hasta aquí la filosofía es idéntica a
la conocida red conmutada de paque-
tes (X.25). La diferencia radica en la
implantación del protocolo; mientras que
la conmutación de paquetes opera en
el nivel tres del modelo OSI, Frame
Re/ay trabaja en el nivel dos del mismo
y, más aún, no implanta todas las fun-
ciones del nivel de enlace (link leve/J.
2.1.3. Tecnología básica
Frame Re/ay provee una capacidad
de comunicación de conmutación de
paquetes que es usada a través de la
interfaz entre dispositivos de usuarios y
equipo de red. Los dispositivos de usua-
rio son comúnmente conocidos como
data termina/ equipment (DTE). El equi-
po de red que realiza interfaz es usual-
mente referido como dé!/a círcuit ter-
minatíng equipment (DCE).
La red a la que Frame Re/ay provee
su interfaz puede ser provista por un
carrier público o de característica priva-
da. Como una interfaz a una red, Frame
Re/ay tiene las mismas características
que X.25; sin embargo, difiere en fun-
cionalidad y formato de tramas. Frame
Re/ay es un protocolo de mejor desem-
peño y eficiencia que X.25.
Como una interfaz entre el usuario y
el equipo de red, Frame Re/ay provee
un mecanismo para multiplexar estadís-
ticamente muchas conversaciones lógi-
cas de datos (denominados circuitos
virtuales) sobre un único enlace de
transmisión.
En comparación con los sistemas que
utilizan exclusivamente TDM (time
division multip/exing), Frame Re/ay uti-
liza multiplexión estadística para proveer
un uso más eficiente y flexible del an-
cho de banda disponible.
Otra importante característica de
Frame Re/ay es que explota los recien-
tes avances en la tecnología de trans-
misión a través de redes WAN. Los pri-
meros protocolos WAN, tales como
X.25, fueron desarrollados cuando se
contaba con canales análogos de trans-
misión y medios de transmisión basa-
dos en cobre. Estos enlaces eran mu-
cho menos confiables que los enlaces
de transmisión basados en fibra óptica
disponibles en la actualidad.
En los enlaces actuales la gran ma-
yoría del esfuerzo de detección y correc-
ción de errores se ubica en el nivel dos,
liberando de esta responsabilidad a los
protocolos de niveles superiores. Frame
Re/ay fue diseñado teniendo en cuenta
este enfoque, utiliza un algoritmo que
incluye un CRe (cyc/íc redundancy
check) para detectar bits corruptos pero
NO incluye mecanismos para corregir
los datos erróneos.
Otra diferencia sustancial entre
Frame Re/ay y X.25 es la ausencia de
un control de flujo explícito en Frame
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Frame Re/ay fue diseñado para ser
un protocolo sencillo, es por eso que no
posee mensajes de "call set-up» y
"clear-down». El protocolo mismo no
posee dirección de red. El OLCI tiene
significado local; esto es, los dispositi-
vos terminales de los extremos de una
conexión podrían utilizar diferente OLCI
para hacer referencia a una conexión.
La siguiente figura provee un ejem-
plo del uso del OLCI:
Al final de cada byte OLCI existe un
bit de dirección extendida Extender
Address (EA): si este bit se encuentra
en uno, el byte actual es el último byte
OLC!. Todas las implementaciones ac-
tualmente usan bytes OLCI, pero la pre-
sencia de este bit, EA, significa que en
el futuro podrían ser considerados OLCI
de mayor longitud.
8~~8
DLel = 12
Los Angeles
San José
Los campos de flags delimitan el
comienzo/fin de la trama.
• El campo siguiente es el de direc-
ción y es un campo de dos bytes: 10
bits permiten identificar el circuito
virtual OLCI (data link connection
identifier).
• El valor OLCI es el corazón de la
cabecera Frame Re/ay, identifica la
conexión lógica que se multiplexa en
el canal físico.
En la figura anterior se asumen dos
PVCs, uno entre Atlanta y Los Angeles
y otro entre San José y Pittsburg. Los
Angeles usa un OLCI 12 para hacer re-
ferencia al PVC con Atlanta. Atlanta hace
referencia al mismo PVC como 82. La
red utiliza mecanismos internos propie-
tarios para guardar la distinción entre los
dos identificadores PVC.
2.1.5. Formato de trama
El formato de la trama Frame Re/ay
se muestra en la siguiente figura:
Global addresing (opcional)
Entrega identificadores de conexión
que permitan identificar una interface
específica en la red Frame Re/ay.
Simple f10w control (opcional)
Provee un mecanismo de control de
flujo del tipo XON/XOFF que aplica a
toda la interfaz Frame Re/ay.
Los conceptos de opcional y obliga-
torio hacen referencia a que la exten-
sión debería ser implementada en dicha
forma por parte de los proveedores.
Multicasting (opcional)
Permite al emisor transmitir una sola
trama que se libere en la trama a múlti-
ples recipientes.
Virtual circuit status messages
(obligatorio)
Es .Ia más importante. Provee meca-
nismos de comunicación y sincro-
nización entre la red y los dispositivos
de usuario. Periódicamente se debe re-
portar la existencia de nuevos PVCs y
la eliminación de los existentes, así
como también información de la integri-
dad de los PVCs. Estos mensajes pre-
vienen el envío de datos en "huecos
negros»; esto es, sobre PVCs que no
existen.
Field length, 1 2 Variable 2 1
in bytes
Flags Address Data FeS Flags
Re/ay. En la actualidad los protocolos de
nivel superior están ejecutando efecti-
vamente su propio control de flujo; la ne-
cesidad de contar con esta facilidad en
el nivel de enlace de datos ha dismi-
nuido.
Frame Re/ay tan sólo incluye un me-
canismo muy simple de notificación de
la congestión para informar al dispositi-
vo usuario que los recursos de red se
encuentran congestionados. Esta noti-
ficación puede alertar a los protocolos
de nivel superior que es necesario efec-
tuar control de flujo.
Los estándares actuales de Frame
Re/ay permiten:
• Permanent Virtual Circuits (PVCs),
que son administrativamente confi-
gurados y manejados en una red
Frame Re/ay, el cual restringe la co-
nexión de otros usuarios.
• Otro tipo Switched Virtual Circuits
(SVCs) ha sido también propuesto y
en la actualidad se está trabajan-
do en la posibilidad de manejarlos.
2.1.4. Extensiones LMI
Como Frame Re/ay fue un protocolo
diseñado para ser bastante sencillo con
muy pocas características adicionales,
existen algunos que son esenciales para
la operación correcta de cualquier red.
Estas características esenciales son
contenidas en un protocolo conocido
como LMI (Loca/ Management /n-
terface), que permitirán soportar más
fácilmente la interconectividad. Algunas
de ellas son:
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error son los sistemas del usuario fi-
nal.
A diferencia de X.25, Frame ¡::¡",'¡;::n'nn
tiene nivel 3 El «switch", en
lugar de accesar información de nivel 2
y nivel 3, sólo tiene que examinar el ni-
vel 2 de información.
Un «switch» de Frame Relaytendría
las funciones:
1. Revisar que no se erro-
res en el bit examinando el campo
de FCS Check Sequence);
si existe alguno, descartar la trama.
2. Leer la dirección de direcciona-
miento que va en la trama y enrutar
la trama de entrada por el puerto
aOlrooiadio de salida.
3. Revisar que el «switch" de Frame
no esté congestionado; si es
así, ajustar el bit de notificación de
congí9stión o descartar la trama.de
Q·----·····~Switch
v··········s// :¡ :I Switch .
Swrtchv~~--->~8
DLel 12
Los Angeles
En la anterior cada interface
tiene su identificador: Mu/-
ticastín'o, que es otro as¡>ecto OIPciclnal
dispo:nible en las características LMI.
Tramas enviadas por un dispositivo
usando uno de estos DlCI reservados
son replicadas por una red y enviadas a
todos los puntos en un conjunto
nado. La extensión multicastíngtambién
define LMI que notifican a los
usuarios de adicio-
nes, modificaciones o eliminaciones de
grupos multícast.
2.1 .7 básicos
de opElfac'¡ón
1. Si existe con la tra-
ma ya sean errores, con-
""'s"'''' etc., ésta será descartada y
ninguna acción de recuperación es
2. Los reSIJOnsattles
ción de
2.1.6. Direccionamiento global
Adicionalmente existen algunas ex-
tensiones LMI que resultan muy útiles
en un ambiente de internet. Una de ellas
es el direccionamiento global (global
addressíng). Como ya dijimos anterior-
mente, la especificación básica de
Frame Re/ay únicamente valo-
res del campo DLCI que identifican
PVCs con significancia local.
NO existen direcciones que identifi-
quen las interfaces de red o los nodos
atados a esas interfaces. Dado que es-
tas direcciones NO existen, NO pueden
ser descubiertos por los métodos tradi-
cionales de resolución de direcciones.
Con el direccionamiento normal de
Frame Relay, los mapas estáticos de-
ben ser creados para indicarle a los
enrutadores qué DLCI utilizar para en-
contrar un remoto y su direc-
ción de internet asociada. La extensión
de direccionamiento iden-
tificar los nodos; con esta extensión, los
valores insertados en el campo DlCI de
una trama un de
direcciones de esos dispositi-
vos globalles.
La implementación de este aspecto
se muestra en la siauiente
El bit marcado como "C/R», que se
encuentra contiguo al más significativo
DLCI, actualmente NO se encuen-
tra en uso.
Finalmente, tres bits en el DLCI de
dos bytes proveen control de conges-
tión. El bit de notificación explícita de
congestión, FECN (Forward Explicit
Congestion Notification), es activado por
la red Frame Retay en una trama para
indicarle al DTE receptor que la trama
ha experimentado en su trán-
sito de fuente a destino. El bit de res-
a la notificación explícita de con-
BECN (Backward Expticit
Cc,ngeslion Notífication), es activado por
la red Frame Re/ay en tramas que via-
en sentido a tramas que han
encontrado camino corlgesticmado.
Estos bits, FECN y BECN, permiten
a los protocolos de niveles su~>eriorE~s
tomar las acciones adecuadas de con-
trol de
El bit de de descarga, DE
(díscard eligibíJify) , es activado por el
DTE para indicarle a la red Frame Relay
que la trama tiene relativa poca
tancia de otras y que ser
descargada antes que otras si la red se
encuentra escasa de recursos. Este bit
reores.enita un mecanismo de prioridad
simple.
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Se reduce la cantidad de información
de cabecera necesaria para trans-
un paclueite.
ATM está en una to¡:>olc.gía
de estrella.
Con esta tecnología se con-
seguir velocidades mayores al aumen-
tar la fiabilidad de los circuitos
dos. La tasa de error binario de
del ATM se encuentra en un mínimo de
10'12, mientras que en X.25 es de 10.6 Y
en punto a punto de 10-7 • Esto <::irlnifir;:¡
que en los circuitos ATM se producirá
un error en un paquete de entre cada
bíllón en comparación con uno de cada
diez millones en punto a punto. Como
Los pélque!l::l::i
mente pequenos _
tante, lo que a reducir el tiem-
po de retardo que los gran-
des provocar en los conmu-
tadores de la red a lo que
tarda un coche pequeño en atrave-
sar un cruce con a un ca-
El desarrollo de nuevas normas, ta-
les que resulten hagan un
uso eficiente de los recursos
nibles y admitan la evolución de una
red universal.
Tr~,h",i"'r con conexiones físicas re-
lativamente libres de errores, como
medios de fibra óptica y dispositivos
de conmutación basados en silicio.
Se elimina el de errores en-
lace por enlace, aumentando así la
tasa de transferencia.
Las transacciones se producen en
modo sin conexión se proporcio-
nan conexiones de cualauiera con
2.2.2. Caracteristicas
Las características hacen
de ATM una opción de conectividad im-
portante para un amplio abanico de or-
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2.2.1. í>b¡retilfo
la se encuentra ba-
sada en los esfuerzos del ITU-T
ternational Telecommunication Stan-
darízation En el cambiante mun-
do de la se mantiene un as-
pecto invariable como es la necesidad
de incrementar cada vez más el an-
cho de banda y obtener meior calidad de
transmisión.
ATM es una que busca
satisfacer dicha demanda, por lo cual se
propone:
Desarrollar S-ISDN (Broadband
IntI9grat€'d Services Digital Netw(Jrk.
Red de servicios intE~gr<ad(Js
da
2.2. ATM (Aslvn,chronl)US
Transfer
El modo de transferencia asíncrono
es la moda actual en la comuni-
dad de las redes. se hacen
muchas referencias a ATM, pocos en-
tienden lo que supone esta tec;ncllo!Jia
El modo de transferencia asíncrono
también conocido como ATD (Asyn-
chronous Time Division), es una tecno-
de conmutación de paque-
tes. El IEEE y el CCITI, con el ATM
Forum grupo de vendedores de ser-
vicios ATM de "1""'0"1"';",,10'"
usuarios de se ocupan de desa-
rrollar normas para de tal manera
que resulten un uso efi-
ciente de los recursos y ad-
mitan la evolución de una red universal.
Para aplicación, Frame
debe ser instalado sobre una in-
fraestructura de red bastante confiable
redes para que
usuario los beneficios. Adicio-
nalmente, éste debe ser cambiado con
un de usuario end-to-end, que
es capaz de detectar y errores
que Dueden ocurrir en la red.
Tí mux
Non FrélmEl'R13lali
interface
Frame Relay Intl:)fféICel~__-\
Frame se presenta como una
solución ideal para los problemas de in-
terconexión de redes a altas velocida-
des para la intearación de LANs a tra-
vés de WANs.
Frame para otras aplicaciones,
tales como la voz y videoconferencia.
Esta confiauración se muestra en la si-
guiente
Video telecon/erence
T1 MUX
2.1 .9. Vel1ltaj~ls
Una de las mayores de este
de redes es la de mane-
gnmcjes cantidades de datos en un
momento determinado.
Frame relay
Interface
WAN
2.1.8. de red
La implementación típica es
los tradicionales mlJlti¡)lexolres
con interfaces Frame para dispo-
sitivos de datos, y de interfaces no
40 bits
La cabecera UNI consta de los si-
guientes campos:
• GFS (Generic Flow Control). Este
campo consta de cuatro bits. Puede
ser usado para proveer funciones
locales, tales como la identificación
de múltiples estaciones que compar-
ten una única interface ATM. El cam-
po GFC no se usa y se configura en
un valor por defecto.
• VPI (Virtual Path Identífier). Consta
de ocho bits. Es usado en conjunto
con VCI para identificar el próximo
privadas (LAN). El formato de cabecera
UNI se muestra en la figura:
perdido algunos períodos. La siguiente
figura contrasta las técnicas de mul-
tiplexión TDM y ATM.
EG vel Fill HEe I
4 8 16 3 1 8
0=
2.2.3.1 .1. Especificación UN!
Esta especificación define el proce-
so de comunicación entre estaciones
ATM (estaciOnes de trabajo y en-
rutadores) y switchesATM en redesATM
//~~////~/////~//~
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2.2.3.1. Formatos de cabeceras de
celdas de ATM
Los grupos de estandarización han
definido dos formatos de cabeceras de
celdas: el formato de cabeceras UNI de-
finido por la especificación UNI y el for-
mato de cabeceras NNI definido por la
especificación NNI.
Técnica de transmisión con ATM.
Su disposición topológica en estrella
obedece a que el switch ATM se com-
porta como un concentrador en la red
con todos los dispositivos conectados a
él directamente. Esta característica pro-
vee todos los tradicionales beneficios de
las redes con topología en estrella in-
cluyendo las facilidades para resolver
problemas y adiciones y/o modificacio-
nes en la configuración de la red.
Técnica de transmisión con TOM.
únicamente puede hacerlo cuando le
corresponde usar el espacio de tiempo
aun a pesar de haberse previamente
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Conmutación de paquetes que pro-
porcionan flexibilidad y eficiencia
para tráfico intermitente.
Las celdas son transferidas sobre cir-
cuitos virtuales (VC); múltiples celdas
comparten un VIRTUAL PATH (VP) a
través de la red, desde el origen hasta
el destino.
Los tipos de conexiones virtuales
pueden ser:
a) Circuitos Virtuales Permanentes
(PVC's). Se comportan como líneas
dedicadas, con la diferencia de que
varios PVS's pueden compartir un
único medio físico de transferencia.
Los circuitos virtuales utilizan la lí-
nea física cuando tengan datos por
enviar. Cuando un proceso no ne-
cesita enviar información deja el ca-
nal libre para que otros lo hagan; si
nadie desea transmitir, la línea se
mantendrá con celdas libres.
b) Circuitos Virtuales Conmutados
(SVC). Establecen conectividad por
demanda desde cualquier sitio y
para cualquier tipo de información.
El término Asynchronous significa
que las celdas son transportadas a tra-
vés de la red sin requerir que ocupen
un slot de tiempo específico en la tra-
ma, a diferencia de los métodos de
transferencia síncrona donde se em-
plean técnicas de multiplexión por divi-
sión del tiempo (TDM) que preasignan
slots de tiempo a los usuarios. Los slots
de tiempo de ATM se encuentran dispo-
nibles, de acuerdo con la demanda, con
el identificador de la fuente de informa-
ción contenida en la cabeza de cada
celdaATM.
TDM hace uso ineficiente de las ra-
nuras de tiempo versus ATM, dado que
si la estación NO tiene datos por trans-
mitir cuando recibe su espacio de tiem-
po, ésta sencillamente se desperdicia.
Similar situación ocurre cuando una
estación tiene datos por transmitir, pero
53 bytes
Las celdas transitan por medio de
redes ATM pasando a través de dispo-
sitivos conocidos como Switches ATM,
que analizan la información en la cabe-
cera y conmutan la celda a la interface
de salida que conecta el switch con el
próximo mediante el cual la celda habrá
de alcanzar su destino.
ATM es una tecnología de conmuta-
ción de celdas y multiplexión que com-
bina los beneficios de:
Conmutación de circuitos que pro-
porcionan un retraso de transmisión
constante y capacidad garantizada.
.. .
2.2.3. Arquitectura de ATM
El ATM trabaja en un entorno real sin
conexión. En este modo, los recursos
se asignan en forma dinámica. En la
actualidad se utilizan dos tipos de me-
todologías de transferencia de datos:
Circuitos virtuales permanentes, PVC
(Permanent Virtual Circuits), y Circuitos
virtuales conmutados, SVC (Switched
Virtual Circuits).
ATM utiliza la tecnología VSLI (Very
Large Scale Integration) para segmentar
los datos (señales enviadas por la fuen-
a altas velocidades en paquetes pe-
queños de longitud fija denominados
celdas.
Cada celda consta de una cabecera
de cinco octetos y un campo de datos de
cuarenta y ocho octetos, como se mues-
tra en la figura.
los errores se consideran tan poco ha-
bituales, ATM apenas realiza comproba-
ción de errores, en los dispositivos emi-
sores y receptores.
IHeader I Payload I
5 48
2.2.4.3. Nivel de adaptación ATM
Este nivel, conocido en como
AAL (ATM Adaptatian efectúa la
traslación entre unidaded de servicio de
datos Data muy
(1r"'nrl~><, de los procesos de los niveles
su~)erior€ls a celdas ATM.
pa(~ue!tes de los protocolos de
en seg-
mentos de 48 que forman el cam-
po de payload de la celda ATM.
E. La y de
la trama de tralnsrnisión,
mission trame generation and
recovery). Genera y mantiene la
estructura de trama apropiada al
nivel físico.
2.2.4.2. Nivel ATM
Este nivel es por el es-
tablecimiento de conexiones y por el
paso de celdas a través de la red ATM.
Para hacerlo utiliza la información con-
tenida en la cabecera de cada celda
ATM. Para con estos obietÍl/os
realiza:
MLIItir;l/e~:arrJieI1to. Varios VC
(;t:larIn61IsJ forman un VP
y los en celdas com-
pW3stas. Realiza en sentido contra-
rio la función de demullti~)le;(arni€!nto
Traslación de VP y VC. Estos cam-
pos de celdas entrantes re-
ser mapeados a nuevos valo-
res para su transmisión.
Características AAl1 AAl3/4 I AAl4 AAl5
temporización SI NO NO NO
entre fuente y destino.
Variable Variable
OAe OAe
Tipo de tráfico Voz l Datos I Datos I Datos
de circuito
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Este nivel se halla dividido en dos
1. Subnivel de medio físico (l-'M::;): es
el por el envío/recep-
ción de un flujo continuo de bits aso-
ciados con información de tem-
porización para sincronizar la trans-
misión y la rec:eo'ció:n.
Su especificación depende del me-
dio físico usado. de los están-
dares que pueden celdas
ATM son: SONET (S~fnC¡l¡ron01JS
55t!l1b~)s Local
Fiber Channel layer).
El nivel de convergencia de trans-
misión es por:
A. El delineamiento de celdas. Man-
tiene las fronteras de las celdas
ATM.
B. La y verificación de la
secuencia de control de errores
de cabecera para asegurar la va-
lidez de los datos.
C. El de tasas de celdas.
Inserta o celdas ATM no
para la tasa de
celdas válidas ATM a la
dad de carga del sistema de
transmisión.
O. La adaptación de la trama de
transmisión (Transmission trame
adaptation). celdas
ATM en tramas que pueden ser
aCf:ot'3.dE1S por una implementa-
ción oarticular de medio físico.
Higher
layen,
Higl1er
layer!!
ATM adaptation layer
ATM layer
2.2.4.1. Nivel físico
Este nivel controla la transmisiónlre-
cepción de bits sobre/desde el medio
físico, se encarga de reconocer las fron-
teras de las celdas y de empaquetar las
celdas en los de trama apro~)ia(jos
para que ser por el
medio físico.
En el modelo de referencia ATM se
encuentran diversos niveles de referen-
cia básicos. Los niveles ATM y ATM
Adaptation encuentran asocia-
dos con el nivel de enlace de datos del
modelo OSI. El nivel físico ATM se en-
cuentra asociado con el nivel físico del
Modelo OSI.
El
de la y de las solici-
tudes de señalización. Establece, super-
visa y libera llamadas y conexiones.
El de usuario es el responsa-
ble por el de la transferencia de
datos. Se encarga de transferir informa-
ción usuario a usuario con funciones de
control de flujo y recuDeración de erro-
res.
El plano de administración controla
dispositivos ATM tales como switches y
hubs.
Sobre el ATM Adaptatíon se
encuentran los protocolos de nivel su-
que representan los casos tradi-
cionales.
iI/Ianagement Plana
Plan ontrol Plane Usar Plan
~ laye
N M
A A
G N
E JI.
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T E
N
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destino de una celda que pasa a tra-
vés de un conjunto de switches ATM.
VCI (Virtual Channel fdEmt,rtier)
Constituido por 16 bits. Este campo,
con el campo VCI, permite
identificar el próximo destino de una
celdaATM.
PT Type). En este campo,
que consta de tres bits, el bit
indica si la celda contiene datos de
usuario o datos de control; si la cel-
da tiene datos de usuario: el segun-
do bit indica el tercero
indica si la celda es la última de la
serie que una única tra-
maAAL5.
CLP Loss Un
bit. Indica si la trama debe ser des-
cartada si se da la circunstancia de
extrema cuando se mue-
ve a través de la red.
HEC Error Control). Este
campo consta de ocho bits. Che-
cksum calculado únicamente sobre
la cabecera.
~ ~
bits
2.2.4. Modelo de referencia ATM
La ilustra el modelo
de referencia que muestra la organiza-
ción de la funcionalidad ATM y las
interrelaciones entre los distintos nive-
les:
2.2.3.1.2. NNI
Esta define la comu-
nicación entre switches ATM. El forma-
to de la cabecera NNI se muestra en la
desde fuentes específicas cuando las
celdas son entremezcladas en un haz
proveniente de múltiples fuentes.
Un servidor de multicast es una so-
lución a este problema:
Punto a Multipunto: Conexiones de
este tipo son unidireccionales única-
mente.
Los tipos de conexiones se muestran
en las siguientes figuras:
Punto a multipunto
Workstation B
IJ-I I
1, •
-.....
Workstation A
~ ~~a~~ •
Resultaría deseable que ATM sopor-
tara enlaces multipunto a multipunto, lo
cual sería equivalente a broadcast VCC.
Infortunadamente el estándar AAL5
NO provee un mecanismo para que el
receptor identifique celdas individuales
2.2.7. Tipos de Conexión
ATM soporta dos tipos de conexiones:
Punto a Punto: Conexiones de este
tipo pueden ser unidireccionales o
bidi reccionales.
•
•
45
11
ATM
Switch
Un canal virtual (virtual channel) es
equivalente a un circuito virtual, ambos
términos describen una conexión lógica
entre dos extremos de una conexión de
comunicaciones.
Un camino virtual (virtual path) es un
agrupamiento lógico de circuitos vir-
tuales que permiten realizar al switch
ATM operaciones sobre grupos de cir-
cuitos virtuales.
La principal función de un switch ATM
es recibir celdas de un puerto y con-
mutarlas al puerto de salida apropiado,
basado en los valores VPI+VCI de la
celda. Esta conmutación se establece
por una tabla que define las relaciones
entre los puertos de entrada y salida. Por
ejemplo, suponga que dos celdas llegan
al puerto 1 del switch ATM que se mues-
tra en la siguiente figura:
Y"
Puerto 3 I ITIIIJIIIIII]]
00
Puerto 1 I I Puerto 2
Input Output
Port VPI VCI Port VPI VCI
1 1 8 2 4 5
2 4 5 1 1 8
1 6 4 3 2 9
3 2 9 1 6 4
•
18 Celda 2 64 Celda 1
DIIDIIJJ []]J]J]]Jll]J
2.2.6. Switching ATM
Los switches ATM utilizan los cam-
pos VPI y VCI de la cabecera de la cel-
da para identificar el próximo segmento
de red adonde la celda debe transitar
para alcanzar su destino final.
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2.2.5. Direccionamiento
El ATM Forum ha adoptado un mo-
delo de subred para el direccionamiento,
en el cual el nivel ATM es responsable
por la conversión de direcciones del ni-
vel de red a direcciones ATM. Algunos
formatos de direcciones ATM han sido
desarrollados: Uno para redes públicas
y otros para redes privadas, dichos for-
matos son:
Data Country Code (OCC)
Intematíonal Code Designator(ICO)
Network Service Access Point
(N8AP).
PVC
ATM
network
OOS), este contrato especifica sobre
qué describe el flujo de tráfico que ha
de circular por la conexión.
Este sobre especifica los valores pico
de ancho de banda, promedio de ancho
de banda que debe ser mantenido, etc.
Es responsabilidad del dispositivo
adherirse a este contrato por medio del
Traffíe Shapping. El Traffíe Shappíng
asegura el uso de colas que restringen
las ráfagas de datos, tasa límite pico de
datos y el jitter.
Los switch ATM tienen la opción de
utilizar un policía de tráfico (traffíe
polieing) para garantizar el contrato.
El switch puede mediar el flujo actual
de tráfico y compararlo contra el acor-
dado, el policía de tráfico puede enton-
ces activar el bit CLP en aquellas cel-
2.2.8. Servicios de conexión
El servicio de Conexión Virtual Per-
manente (Permanent Virtual Con-
nectíon-VC) se muestra en la siguiente
figura:
Opera como una malla de conexión
virtual, una malla parcial o una estrella
y es administrativamente establecida a
través de los emutadores de la red ATM.
Las ventajas del servicio ATM PVC
incluyen una conexión ATM directa en-
tre los emutadores y en la simplicidad
de la especificación y subsecuente im-
plementación.
Las desventajas incluyen una conec-
tividad estática y el overhead adminis-
trativo derivado del establecimiento de
conexiones virtuales de forma manual.
2.2.9. Calidad del servicio
Cuando una estación ATM se conec-
ta con una red ATM se encuentra esen-
cialmente efectuando un contrato con la
red basado en los parámetros de cali-
dad del·.serviciq(Quallty of Service-
Cualquier dato enviado al servidor
multicast es serializado, enviado a tra-
vés del árbol punto-multipunto y recibi-
do por todos los miembros del grupo.
El servidor multicast puede también
soportar grupos dinámicos porque los
miembros pueden ser adicionados y
borrados como hojas del árbol.
'", ""\ "
\ "
él. El servidor multicast debe entonces
crear VCC punto-multipunto con todos
los miembros del grupo, con el mismo
como raíz.
Multicast server
Punto a punto
Punto a multipunto
;'f
// ~
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Un servidor de multicast puede exis-
tir en una red ATM y todos los miembros
de un grupo multicast pueden estable-
cer conexiones punto a punto VCC con
2.4. SMDT (Servicio de Conmutación
de Datos Multimegabit)
Este tipo de tecnología es usado para
la conectividad de redes LAN con MAN
(Metropolitan Area Network); estas últi-
mas redes, llamadas de área metropo-
litana, son un poco más extensas que
las LAN pero de una dimensión menor
que las WAN. La conectividad entre es-
tos dos tipos de redes está descrita en
la norma 802.6 del IEEE. SMDS
(Switched Multimegabit Data Service) es
un subproducto de esta norma. Sopor-
tado por las Regional Bel/ Operating
2.3.5. Satélite
Consiste en datos enviados a satéli-
tes bajos, que luego son transmitidos a
las redes públicas. Su uso más común
es para la trasferencia rápida de archi-
vos. Es bueno destacar como ventajas:
• Rápido.
• El usuario puede esperar una cober-
tura excelente.
emergentes, como mensajes de correo
electrónico, requerimientos a bases de
datos yautorizaciones de tarjetas de cré-
dito. Entre las ventajas están:
Basado en TCP/IP.
Rápido y confiable.
• Relativamente económico.
2.3.4. Paquetes de radio
Se trata de datos digitales enviados
en paquetes sobre el radio, que utilizan
protocolo X.25. Su uso más común es
para datos breves y emergentes, como
mensajes de correo electrónico, reque-
rimientos a bases de datos y autoriza-
ciones de tarjetas de crédito. En cuanto
a la cobertura tenemos la mayor parte
de las áreas metropolitanas, a través de
Ardis y las redes de datos móviles RAM.
Entre las ventajas paga mencionar: su
precio y cobertura razonables. En cuan-
to a las desventajas: el tiempo de res-
puesta puede ser lento.
2.3.3. Datos digitales celulares
empacados
Consiste en datos digitales que se
envían en paquetes sobre canales dis-
ponibles, que cambian constantemente
en una red de voz celular. Su utilidad es
más que todo para datos breves y
2.3.2. Paging mejorado
Consiste en mensajes cortos que se
transmiten en forma inalámbrica a
pagers alfanuméricos o PC cards por el
proveedor de servicios. Se usa más para
mensajes de texto corto, como las aler-
tas y el correo electrónico. Tiene cober-
tura para todo un país. Entre las venta-
jas están:
• Es una manera económica de trans-
mitir mensajes de texto cortos y, a
veces, puede utilizarse para trans-
mitir gráficos.
Una buena cobertura.
• Pronto aparecerá la localización en
ambas direcciones.
Entre las desventajas:
• No es ideal para transmitir grandes
archivos.
Limitado actualmente a transmisio-
nes de un solo sentido.
LAN en distancias cortas. Tienen una
cobertura de varios metros, y hasta 40
kilómetros más, dependiendo del pro-
ducto y las condiciones. Entre las ven-
tajas están:
• No se requiere cableado.
• No hay cargos mensuales por T1 o
líneas ISDN (Red Digital de Servi-
cios Integrados).
Costo de capital comparativamente
bajo.
Entre las desventajas están:
• Limitantes de distancia, especial-
mente en áreas urbanas.
Los puentes infrarrojos requieren
configuraciones a la vista.
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2.3. Redes inalámbricas
2.3.1. Puente inalámbrico
Son conexiones inalámbricas entre
dos LAN. Se usa rnáspara conexiones
ción para el NSAPATM del emutador
B.
Cada switch a lo largo del camino
hacia el destino:
Reensambla y examina el paquete
de señalización.
Lo envía al próximo switch si los pa-
rámetros QOS pueden ser soporta-
dos mientras se configura una co-
nexión virtual a medida que el pa-
quete es enviado.
Cuando el paquete de señalización
llega al emutador B, es reensamblado y
analizado:
• Si el punto terminal puede soportar
el QOS deseado responde aceptan-
do el mensaje.
• Un mensaje de aceptación se pro-
paga hacia el originador de la solici-
tud.
• Los switches configuran un circuito
virtual.
I
I
I
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2.2.10. Señalización
Cuando un dispositivo ATM, como el
router A, desea establecer una conexión
con otro dispositivo ATM, como el rou-
ter B:
El router A envía un paquete de soli-
citud de señalización al switch con el
cual se encuentra directamente conec-
tado.
Esta solicitud contiene la dirección del
dispositivo ATM (el router B en este
caso) y los parámetros QOS requeridos
para la conexión.
El paquete de señalización es reen-
samblado por el switch y es examinado:
si el switch tiene una entrada en la tabla
con la dirección del emutador B puede:
• Acomodar la QOS solicitada para la
conexión.
• Configurar la conexión virtual del
enlace de entrada y
• Enviar la solicitud a la interface es-
pecificada por la tabla de conmuta-
das que sobrepasen los límites; even-
tualmente en los períodos picos estas
celdas serán candidatas a ser elimina-
das.
ATM router
Dato actual
1\-
••
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3. REDES LAN
Local Area Network (Red de Area
Local). El desarrollo de estas redes co-
menzó en los primeros años de la déca-
da de los años ochenta. La proliferación
de este tipo de redes es uno de los fe-
nómenos más destacables en la evolu-
ción de la tecnología teleinformática de
los últimos tiempos. La eficiencia de las
actividades y negocios en los entornos
corporativos depende, cada día más, de
la disponibilidad de un sistema de co-
municaciones fiable y robusto.
Los análisis sobre utilización y movi-
lidad de la información en las empresas
ponen de manifiesto que la mayor parte
de ella se queda o se mueve en un en-
torno físico relativamente reducido,
como puede ser una oficina, una planta
o un edificio. Es por ello que las redes
de área local surgen para dar respuesta
a la búsqueda del incremento de la efi-
ciencia y la productividad en los entornos
corporativos.
centrador de ISDN de puerto BRI múlti-
ple. Desde 1993, DigiBoard ofrece una
tarjeta interna de ISDN para PC que fun-
ciona como tarjeta de red.
La ventaja de ISDN es que las co-
nexiones de red se supone que son rá-
pidas para conectarse y desconectarse
durante el tiempo de inactividad. El equi-
po de ISDN debe comprobarse en el
entorno de destino. Se han obtenido re-
sultados fiables con protocolos TCP/IP
e IPX y resultados intermedios con pro-
tocolos AppleTalk, NetBIOS y SNA
(Sistems Network Architecture). La ma-
yoría de los equipos de ISDN actuales
tienen que activarse y desactivarse ma-
nualmente cuando se utilizan SNA.
orientado a NetBIOS, AppleTalk y otros.
Como algunas compañías telefónicas
cobran por paquete o tiempo de co-
nexión, puede resultar demasiado caro
si la conexión se deja activa.
Los dispositivos NT2 YNT12 propor-
cionan lo siguiente:
Manejo de protocolo para los nive-
les 2 y 3.
Multiplexado para los niveles 2 y 3.
Funciones de conmutación.
Funciones de concentración.
Funciones de mantenimiento de red
en marcha.
Terminación de las funciones del ni-
vel1.
En general, los dispositivos NT per-
miten una interfaz sin fisuras con la red
ISDN a la vez que proporcionan ciertos
servicios en función de las necesidades
del equipo de conexión. Permiten que
los fabricantes suministren equipos sin
tener que preocuparse por los diversos
tipos de implementaciones internas de
la ISDN que proporcione cada compa-
ñía telefónica.
Se dispone de varios equipos ISDN.
La mayoría de los dispositivos son ca-
jas externas que proporcionan conexio-
nes con una red. Compañías como
DigiBoard, Combinet y Gandalf ofrecen
(o están a punto de ofrecer) cajas BRI
externas sencillas de ISDN que conec-
tan dos redes de área local. DigiBoard
también ofrece un puerto de BRI doble,
mientraS qlJ(3Gandalf ofrece un con-
El dispositivo NT1 proporciona estas
funciones:
Terminación de la línea.
Mantenimiento de la línea del nivel 1.
Señalización y temporización de la
transmisión.
Capacidad de proporcionar alimen-
tación al canal.
Posible multiplexado al nivel del ni-
vel1.
Terminación de interfaz, incluidas ter-
minaciones multicaída si es necesa-
rio.La implementación de la ISDN está
en realidad apenas empezando. La
mayor parte de las compañías telefóni-
cas locales empezaron a ofrecer un ser-
vicio de ISDN limitado, alrededor de ju-
lio de 1993. Las tarifas de cada compa-
ñía telefónica local van desde un coste
fijo hasta una cuota nominal más una
cantidad por paquete. Las principales
compañias telefónicas de larga distan-
cia incorporarán un servicio limitado a
lugares y LEC específicos. El tiempo de
instalación promedio es de 30 a 90 días
en zonas metropolitanas grandes.
Entre las aplicaciones de la ISDN se
encuentran la videoconferencia, los
videoteléfonos de movimiento comple-
to y la conectividad bajo demanda a re-
des a alta velocidad. Algunas compañías
como Microsoft, Boeing e IBM empie-
zan a incorporar soluciones de ISDN.
Hasta mediados de 1994 se ofrecían
puentes transparentes para la mayoria
de las soluciones ISDN. Algunos ven-
dedores ofrecen compresión para la que
anuncian velocidades en conexiones
BRI (Basic Rate Interface) de hasta 500
Kbps. La mayor parte de los esquemas
de ISDN no ofrecen compresión. Tam-
bién se dispone de algunos concentra-
dores y puentes de régimen primario.
Todas las redes de la ISDN necesitan
un dispositivo NT1, NT2 o NT12.
i<~:e::;4;Y!$~$ti$"P:
la compatibilidad con la red digital. Es-
tas normas están guiadas por tres obje-
tivos básicos:
• Hacer compatibles los servicios más
allá de las fronteras internacionales.
• Normalizar las interfaces de usuario
con red, animando de esta forma el
equipo de terminal y de red indepen-
diente.
Avanzar en las comunicaciones de
red.
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2.5. ISDN (Red Digital de Servicios
Integrados)
Hace poco se ha prestado mucha
atención a la recién surgida Red Digital
de servicios integrados, ISDN (In-
tegrated Services Digital Network). Se
proponen normas del IEEE y el CCITI
(Consultive Committee tor International
Telegraph and Telephone) para facilitar
Companies (RBOC), ANSI y el comité
de normalización del IEEE, SMDS pa-
rece ser la tecnología que va a propor-
cionar la interconectividad LAN con la
oficina central de la compañía telefóni-
ca local al domicilio del usuario. La com-
pañía telefónica local proporciona enton-
ces los servicios a la oficina central.
El SMDS está basado en una to-
pología en bus doble con cola doble
DaDB (Double Queue Dual Bus). DaDB
consta de dos buses. Cada uno de ellos
transmite datos en una única dirección.
La topología DaDB proporciona dos ti-
pos de servicios:
• Voz y video.
Acceso bajo demanda.
Los servicios de voz y datos utilizan
anchos de banda preasignados. El ser-
vicio de acceso bajo demanda se adap-
ta a las ráfagas del tráfico, que pueden
darle a los abonados más ancho de ban-
da de la que necesitan normalmente sin
ponerse en contacto previamente con la
compañía telefónica.
El SMDS admite tasas de transferen-
cias desde 34 Mbps hasta 150 Mbps,
en función de la implementación. Se
ofrece el acceso a los servicios T1 y T3
donde estén disponibles. Al igual que la
mayoría de la tecnología digital de con-
mutación de paquetes, el acceso SMDS
se ofrece de forma limitada, en función
de la compañía telefónica y del área
metropolitana. Las RBOC empiezan a
incluir lentamente esta tecnología según
se va necesitando.
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3.1. Definición
Una red de área local es un conjunto
de elementos físicos y lógicos que pro-
porcionan interconexión a una gran va-
riedad de dispositivos de comunicación
de información en un área privada res-
tringida (recinto, edificio, campus, etc.).
En la definición anterior aparecen los
siguientes elementos con significado
propio: conjunto de elementos físicos y
lógicos que proporcionan interconexión,
es decir, son un conjunto de elementos
que configuran una red de comunicacio-
nes que facilita la transmisión de bits de
información entre un dispositivo y otro.
Por otra parte, se habla de una gran
variedad de dispositivos de comunica-
ción, esto es, a la red pueden conectar-
se dispositivos de todo tipo, tales como
computadoras, terminales, periféricos,
censores, aparatos telefónicos, etc. Otro
aspecto incluido en la definición es el
ámbito geográfico de la red local que,
en general, es pequeño y no sale más
allá de los límites de un departamento
situado en un edificio o conjunto de edi-
ficios próximos. Por último, cabe desta-
car el carácter privado de una red local
que generalmente no necesita otros
medios de comunicación suministrados
por empresas o redes de comunicación.
3.2. Características de las redes
de área local
Las características más representa-
tivas de una red de área local son las
siguientes:
• Alcance. El área de conexión se li-
mita a una extensión moderada, ge-
neralmente desde unos pocos me-
tros a unos pocos kilómetros.
• Velocidad de transmisión. La ve-
locidad es elevada en comparación
con otros circuitos de comunicación,
variando entre 1 y 100 Mbps.
• Conectividad. Además de que to-
dos los dispositivos conectados a
una red de área local pueden co-
municarse entre sí, también se in-
cluye la capacidad de conexión con
otras redes locales o de área exten-
sa, como pueden ser la red telefóni-
ca conmutada o las redes SNA,
X.25, TCP/IP, etc.
• Propiedad privada. Una red de área
local es propiedad de la organización
o empresa en lugar de ser un ele-
mento público para otros usos ex- .
ternos. Por lo general, la organiza-
ción es propietaria de la red y de todo
el conjunto de dispositivos conecta-
dos a ella.
Fiabilidad. Estas redes presentan
una baja tasa de error en las trans-
misiones de datos en comparación
con el resto de modalidades de co-
municación.
Compartición de recursos. Permi-
ten la integración en la misma red
de una gran diversidad de dispositi-
vos. Los recursos de almacenamien-
to, las impresoras y los elementos
de comunicación pueden ser utiliza-
dos por todas las estaciones de tra-
bajo.
3.3. Ventajas y desventajas
Las ventajas más significativas qué
proporcionan las redes de área local
son:
• Recursos compartidos. Los dispo-
sitivos conectados a la red compar-
ten datos, aplicaciones, periféricos,
y elementos de comunicación.
• Conectividad a nivel local. Los dis-
tintos equipos que integran la red se
encuentran conectados entre sí con
posibilidades de comunicación.
• Proceso distribuido. Las redes de
área local permiten el trabajo distri-
buido, es decir, cada equipo puede
operar independientemente o coope-
rativamente con el resto.
• Flexibilidad. Una red local puede
adaptarse al crecimiento cuantitati-
va referido al número de equipos co-
nectados, así como adaptarse a
cambios cualitativos de tipo tecno-
lógico.
• Disponibilidad y fiabilidad. Un sis-
tema distribuido de computadoras
conectadas en red local es in-
herentemente más fiable que un sis-
tema centralizado.
• Cableado estructurado. Estas re-
des, por sus cableados y conexio-
nes, facilitan mucho la movilidad de
los puestos de trabajo de un lugar a
otro.
• Optimización. Las redes de área
local permiten la máxima flexibilidad
en la utilización de recursos, estén
éstos en la computadora central, el
procesador departamental o la es-
tación de trabajo, facilitando, por tan-
to, la optimización del coeficiente
prestaciones-precio del sistema.
Entre las desventajas frente a un úni-
co sistema multiusuario se pueden citar
las siguientes:
• Interoperatividad. La carencia de
estándares bien definidos entre los
datos que producen las aplicaciones
hace que una red local no garantice
que dos dispositivos, conectados a
ella, funcionen correctamente entre
sí al comunicar aplicaciones de dis-
tinta naturaleza. Por ejemplo, si dos
equipos trabajan con distinto pro-
cesador de texto y pretenden trans-
mitirse archivos de texto, posible-
mente será necesario algún tipo de
conversión.
Gestión de la red. Por la naturale-
za distribuida de una red local, la
gestión de la red en cuanto a control
de accesos, rendimientos y fiabilidad
es más compleja.
Integridad, seguridad y privacidad
de la información. En todo sistema
distribuido pueden surgir problemas
de este tipo.
El estado actual del hardware y el
software de redes de área local hace que
las desventajas expuestas puedan pali-
decer ante el empleo de las técnicas
adecuadas, normalmente realizadas por
programas de comunicaciones, gestión
de red y seguridad.
3.4. El medio de transmisión
El primer elemento a tener en cuenta
al abordar la tecnología de las redes de
área local es el medio físico por donde
circula la información.
Los principales medios utilizados son:
Par de cables trenzados: Es una
variante de mayor calidad que el cable
telefónico, en el que el trenzado trata de
eliminar interferencias externas o pro-
ducidas por otros pares existentes en el
mismo cable. Se utilizan para velocida-
des de 1 a 10 Mbps y su principal ven-
taja es el precio y la facilidad de instala-
ción y mantenimiento.
Cable coaxial: Es posiblemente, hoy
en día, el medio más empleado en re-
des de área local debido a su gran va-
riedad en cuanto a velocidades de trans-
misión (hasta los 350 Mbps) y su relati-
vamente bajo precio. Está compuesto
por dos conductores concéntricos ais-
lados entre sí, cuya principal caracterís-
tica es la alta inmunidad a las in-
terferencias.
Fibra óptica: Permite la transmisión
de datos mediante pulsos de luz. El sis-
tema de transmisión óptica está forma-
do por tres elementos: la fuente de luz,
el detector y el medio de transmisión
formado por un hilo delgado y flexible
de vidrio u otro material plástico trans-
parente capaz de conducir en su inte-
rior un rayo luminoso (generalmente un
rayo láser).
Existen tres tipos de envío de seña-
les por fibra óptica: el primero, denomi-
nado mononodo, que propaga un solo
rayo de luz y admite velocidades de has-
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ta 10 Gbps. El segundo, denominado
multlnodo, donde se propagan simultá-
neamente varios rayos de luz y admite
velocidades de hasta 500 Por úl-
timo, la fibra de índice gradual, cuyo ín-
dice de refracción varía de forma conti-
nua desde el eje exterior y admite velo-
cidades de hasta 2 Las grandes
ventajas de la fibra frente a los
cables de pares y coaxiales son su pe-
tamaño, el peso reducido, la fle-
xibilidad, inmunidad a los agentes ex-
ternos y la poca atenuación que sufren
las señales. Por otra parte, sus grandes
inconvenientes son el precio y el man-
tenimiento.
En el diseño de una red de área lo-
cal, a la hora de hacer elección del me-
dio de es necesario tener
en cuenta los siguientes factores:
• de la red. sea la
de los y las
distancias existentes entre ellos
estrella, en bus, en
e Es necesario estimar el
tráfico que vamos a tener en la red
para acomodarlo a una velocidad de
transmisión adecuada en la que el
cable utilizado es un factor determi-
nante.
Fiabilidad. Será necesario utilizar un
medio adecuado a las de
calidad y al medio ambiental donde
va a ser utilizado.
La elección del medio de transmisión
también forma de la tarea global
de diseño de una red de área local.
3.5. Funciones de las redes
de área local
Una red de área local se basa en la
idea de servir como medio físico y
ca que permita a diversos usuarios el
acceso compartido a recursos en un sis-
tema informático.
El resultado de la puesta en práctica
del concepto de red de área local se ha
visto confirmado por un incremento de
la fiabilidad y flexibilidad
de los sistemas que han de es-
tas redes. También se ha producido una
mejora en de seguridad, ges-
tión e de nuevas tecnologías
(tratamiento de voz e imágenes).
Entre las funciones que proporciona
una red de área local pueden citarse el
servicio de impresión de documentos,
el servicio de gestión de archivos, el
servicio de comunicaciones, el servicio
de correo electrónico, el servicio de se-
guridad, el servicio de directorio y el ser-
vicio de auditoría.
En el actual de red de área
local se engloba una serie de elemen-
tos, como son:
e Un sistema de cableado. Se trata
de un conjunto de cables para la
unión de las estaciones cuyo
será función del entorno particular de
la red y alguna otra de sus caracte-
rísticas.
Elementos hardware. Son los ele-
mentos que la red propia-
mente dicha con el cableado.
Son las tarjetas de conexión, los
trans(:;e~)tol'es, repetidores, etc.
e Equipos de usuario. Son las com-
pultador8ls personales y las termina-
les que normalmente ejecutan los
procesos llamados «clientes»; es
decir, que invocan a los
servidores en un esquema cliente/
servidor.
Equipos que recursos
compartidos. Son los denominados
servidores en un entorno cliente/ser-
vidor.
Un sistema operativo de red. Es
el elemento que soporta el intercam-
bio de información a nivel software,
y que como tal en servi-
dores como en c1iEmtes.
• Aplicaciones en red. Son las apli-
caciones instaladas
uso de todos los clientes. Se pue-
den denominar distri-
buidas.
Sistema de de red. Se tra-
ta de un servidor que per-
mite el control sobre como
prestaciones, prc)bll3mas, se!::luridad
y
3.5.1 Sistemas de red
para
Las funciones de las redes de área
local se proporcionan por productos que,
en el caso de las computadoras perso-
nales, se denominan de Red
Sistemas Operativos de Red. Sobre
este hablaremos de la op!er8lciém
de los programas de Red de IBM, que
es uno de los más usados. Los de IBM
prc>Dclrci,onan servicios de servidor de
archivo, servidor de un sis-
tema básico de correo entre ,...",,,.,nIlT<'_
doras y funciones de
para el administrador de la red. Se com-
nlc'n'I,~nt"'n dos llamados
Netbios y Redirector. El Netbios pro-
porciona un muy elemen-
tal de funciones de niveles de transpor-
te y de con el de in-
las y los servi-
dores de las características de la red
decir, que sean del mé-
todo de acceso) y el hardware. El
Netbios se halla situado entre la red el
sistema operativo de la red.
El Redirector tiene como misión diri-
las llamadas al servidor remoto. De
esta forma se descarga a las aplicacio-
nes de la necesidad de conocer las ca-
racterísticas del servidor. Las aplicacio-
nes se al Redirector que, a su
vez, se comunica con el sistema opera-
tivo de red.
El sistema de red y el
Netbios deben estar instalados en todas
las estaciones de la red, sean clientes o
servidores, si bien la componente del
sis!terrT8 ooerativo del cliente es mucho
menor que la del servidor. El RedirE3ct()r,
a diferencia del es
parte del cliente.
3.6. en las redes lAN
Es necesario incluir, en este de
redes, mecanismos de que
y protejan la confidencialidad de
los datos. Los objetivos básicos que
deben satisfacer los de se-
son:
• la confidencialidad e inte-
de los datos.
e
de
No interferir en el funcionamiento de
sistemas no prc)te!Jidos.
e Tener modos de opleralciéln tr-ansp,:l-
rentes en sistemas prc)te!Jid!os.
• Proporcionar de claves para
los usuarios.
Pn)PClrcion'3r comunicación on;,;r)l1,:1I
con sistemas no pr()tei::¡idos.
• Controlar los accesos.
Realizar la autenticación de los usua-
rios.
El desarrollo de los mecanismos de
:::eguridad para este tipo de redes no ha
prc)gn3s8,do de la misma forma que la
tecnologlíaen que se basan. Den-
tro de las actividades de normalización
del IEEE, la norma Standard far
IntE~roper'ablle lAN está de-
sarrollando un de seguridad y
gestión de claves para redes de área
local. El estándar IEEE 802 la
localización del protocolo SIS a los ni-
veles físicos y de enlace.
Otro modelo de es el pro-
tocolo Security Protocol Layer 3 presen-
tado por la que pro-
tección utilizando protocolos de nivel de
red no orientados a la interconexión,
como son el CLNP de ISO o el Internet
Prolocol
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4. TECNOLOGIAS EN REDES LAN
4.1. Virtual LAN
Los grupos de trabajo en una red han
sido creados, hasta ahora, por la aso-
ciación física de los usuarios en un mis-
mo segmento de la red, o en un mismo
concentrador o hubo Como consecuen-
cia directa de la forma tradicional de
crear grupos de trabajo, estos grupos
comparten el ancho de banda disponi-
ble y los dominios de Broatcast, así
como la dificultad de gestión cuando se
producen cambios en los miembros del
grupo. Más aún, la limitación que supo-
ne que los miembros de un grupo deter-
minado deben estar situados ad-
yacentemente, por su conexión al mis-
mo concentrado o segmento de red.
Los esquemas VLAN (Virtual LAN o
red virtual) proporcionan los medios ade-
cuados para solucionar la problemática
por medio de la agrupación realizada de
una forma lógica, en lugar de física.
Sin embargo, las redes virtuales si-
guen compartiendo las características
de los grupos de trabajo físicos, en el
sentido de que todos los usuarios com-
parten sus dominios de Broatcast. La
diferencia principal con la agrupación
física es que los usuarios de las redes
virtuales pueden ser distribuidos a tra-
vés de una red LAN, incluso situándose
en distintos concentradores de la mis-
ma. Los usuarios pueden así, a través
de la red, mantener su pertenencia al
grupo de trabajo lógico.
Por otro lado, al distribuir a los usua-
rios de un mismo grupo lógico a través
de diferentes segmentos se logra, como
consecuencia directa, el incremento del
ancho de banda en dicho grupo de usua-
rios.
Además, al poder distribuir a los
usuarios en diferentes segmentos de
red, se pueden situar puentes y en-
caminadores entre ellos, separando seg-
mentos con diferentes topologías y pro-
tocolos. Así por ejemplo, se pueden
mantener diferentes usuarios del mismo
grupo, unos con FDDI y otros con
Ethernet, en función tanto de las insta-
laciones existentes como del ancho de
banda que precise cada uno por su fun.
ción específica dentro del grupo. Todo
ello, por supuesto, manteniendo la se..,
guridad deseada en cada configuración
por el administrador de la red. Se pue-
de permitir o no que el tráfico de una
VLAN entre y salga desde/hacia otras
redes. Pero se puede llegar aún más
lejos. Las redes virtuales permiten que
la ubicuidad geográfica no se limite a
diferentes concentradores o plantas de
un mismo edificio, sino a diferentes ofi-
cinas intercomunicadas mediante redes
WAN o MAN, a lo largo de países y con"
tinentes sin ninguna limitación más que
la que impone el administrador de dichas
redes.
4.1.1. Tecnología
Existen tres aproximaciones diferen-
tes que pueden emplearse como solu-
ciones válidas para proporcionar redes
virtuales: conmutación de puertos, con-
mutación de segmentos con funciones
de bridging y conmutación de segmen..,
tos con funciones de bridging/routing.
Todas las soluciones están basadas en
arquitecturas de red que emplean con-
centradores/conmutadores. Aunque las
tres son soluciones válidas, sólo la últi-
ma, con funciones de puente/enca-
minador (bridgelrouter), ofrece todas las
ventajas a las VLAN.
4.1.1.1. Conmutadores de puertos
Son concentradores con varios seg-
mentos, cada uno de los cuales propor-
ciona el máximo ancho de banda dispo-
nible, según el tipo de red, compartido
entre todos los puertos existentes en
dicho segmento. Se diferencian de los
conmutadores tradicionales en que sus
puertos pueden asociarse dinámi-
camente a cualquierad¡;¡Jos segmen-
tos, mediante comandos software. Cada
segmento se asocia a un backplane, que
equivale a su vez a un grupo de trabajo.
De este modo, las estaciones conecta-
das a estos puertos pueden asignarse y
reasignarse a diferentes grupos de tra-
bajo o redes virtuales.
La ventaja fundamental de los con-
mutadores de puertos es la facilidad
para la reconfiguración de los grupos de
trabajo. Tienen, sin embargo, graves li-
mitaciones; dado que están diseñados
como dispositivos que comparten un
backplane físico, las reconfiguraciones
de grupo de trabajo están limitadas al
entorno de un único concentrador y por
tanto todos los miembros del grupo de-
ben estar físicamente próximos.
Las redes virtuales con conmutado-
res de puertos adolecen de conectividad
con el resto de la red. Al segmentar sus
propios backplanes no proporcionan
conectividad íntegra entre los mismos,
y por tanto están separados de la co-
municación con el resto de la red. Re-
quieren para ello un puente/enca-
minador externo. Ello implica mayores
costos, además de la necesidad de
reconfigurar el puente/encaminador
cuando se producen cambios en la red.
Por último, los conmutadores de
puertos no alivian el problema de
saturación del ancho de banda de la red.
Todos los nodos deben conectarse al
mismo segmento o backplane, por tan-
to compartirán el ancho de banda dis-
ponible en el mismo, independientemen-
te de su número.
4.1.1.2 Conmutadores de segmentos
con bridging
A diferencia de los conmutadores de
puertos, suministran el ancho de banda
de múltiples segmentos de red, mante-
niendo la conectividad entre dichos seg-
mentos. Se emplean para ello los
algoritmos tradicionales de los puentes
(bridges), o subconjuntos de los mismos
para proporcionar conectividad entre
varios segmentos a la máxima veloci-
dad que permite la topología y protoco-
los de dicha red.
Mediante estos dispositivos, las
VLAN no son grupos de trabajo conec-
tados a un solo segmento o backplane
sino grupos lógicos de nodos que pue-
den conectarse a cualquier número de
segmentos de red físicos. Estas VLAN
son dominios de broadcast lógicos: con-
junto de segmentos de red que reciben
todos los paquetes enviados por cual-
quier nodo en la VLAN como si todos
los nodos estuvieran conectados física-
mente al mismo segmento.
Al igual que los conmutadores de
puertos, se puede reconfigurar y modi-
ficar la estructura de la VLAN mediante
comandos software, con la ventaja aña-
dida de ancho de banda repartido entre
varios segmentos físicos. De esta for-
ma, según va creciendo un grupo de tra-
bajo, y para evitar su saturación, los
usuarios del mismo pueden situarse en
diferentes segmentos físicos, aun man-
teniendo el concepto de grupo de traba-
jo independiente del resto de la red, con
lo que se logra ampliar el ancho de ban-
da en función del número de segmen-
tos usados.
Aun así comparten el mismo proble-
ma con los conmutadores de puertos en
cuanto a su comunicación fuera del gru-
po. Al estar aislados, para su comunica-
ción con el resto de la red necesitan
encaminadores, con las consecuencias
que ya se han mencionado en el caso
anterior, relativas al costo y la re-
configuración de la red.
4.1.1.3. Conmutadores de segmentos
con bridging/routing
Son la solución evidente tras la lec-
tura atenta de las dos soluciones ante-
riores. Dispositivos que comparten to-
das las ventajas de los conmutadores
de segmentos con funciones de brid-
.-Zí&.87
ICESI
~~E.c:;:/~:::::::::::=::::::::::::==¡;~=~::: _ . ':m1%f'''r .....ili\I...iIi¡¡¡¡¡¡¡~¡¡¡¿L !Hm. ¡.'!5&¡¡¡¿'M.Ib'¡¡¡¡:H'm¡¡~¡~4!%t89¡¡¡¿~;'¡·d'~1~)¡¡¡4¡¡,~..'l:#¡¡¡¿,,'¡¡¡¿¡,A'¡\i4'"' ~ill1 I "~ ICES/
ging, pero además con funciones aña-
didas de encadenamiento (routing), lo
que les proporciona fácil reconfiguración
de la red así como la posibilidad de crear
grupos de trabajo que se expanden a
través de diferentes segmentos de la
red. Además, sus funciones de encade-
namiento facilitan la conectividad entre
las redes virtuales y el resto de los seg-
mentos o redes, tanto locales como re-
motos.
Mediante las redes virtuales se pue-
de crear un nuevo grupo de trabajo, con
tan sólo una reconfiguración del software
del conmutador. Ello evita el recableado
de la red o el cambio en direcciones de
subredes, permitiendo así asignar el
ancho de banda requerido por el nuevo
grupo de trabajo, sin afectar a las apli-
caciones de red existentes.
En las VLAN con funciones de enca-
denamiento, la comunicación con el res-
to de la red se puede realizar de dos
modos distintos: permitiendo que algu-
nos segmentos sean miembros de va-
rios grupos de trabajo, o mediante las
funciones de encadenamiento mul-
tiprotocolo, que facilitan el tráfico, inclu-
so entre varias VLAN.
4.1.2. Prestaciones de las VLAN
Los dispositivos con funciones VLAN
ofrecen prestaciones de valor añadido
suplementarias a las funciones especí-
ficas de las redes virtuales. Aunque al-
gunas de ellas son casi tan fundamen-
tales como los principios mismos de las
VLAN.
Al igual que en el caso de los grupos
de trabajo, las VLAN permiten que un
grupo de trabajo lógico comparta un
dominio de broadcast, ello significa que
los sistemas de una VLAN determinada
reciben mensajes de broadcast desde
el resto, independientemente de que re-
sidan o no en la misma red física. Las
aplicaciones que requieren por ello trá-
fico broadcast siguen funcionando en
este tipo de redes virtuales. Al mismo
tiempo, estos broadcast no son recibi-
dos por otras estaciones situadas en
otras VLAN.
Las VLAN no se limitan a un solo
conmutador, sino que pueden extender-
se a través de varios, estén o no física-
mente en la misma localización geográ-
fica.
Las VLAN pueden además sola-
parse, permitiendo que varías de ellas
compartan determinados recursos,
como troncales de altas prestaciones o
servidores.
Uno de los principales problemas a
los que se enfrentan los administrado-
res de redes actuales es la administra-
ción de las redes y subredes. Las VLAN
tienen la habilidad de usar el mismo
número de red en varios segmentos, lo
que supone un práctico mecanismo para
incrementar rápidamente el ancho de
banda de nuevos segmentos de la red
sin preocuparse de colisiones de direc-
ciones.
Las soluciones tradicionales de
intemetworking, empleando concentra-
dores y encaminadores, requieren que
cada segmento sea una única subred;
por el contrario, en un dispositivo con
facilidades VLAN, una subred puede
expandirse a través de múltiples seg-
mentos físicos, y un solo segmento físi-
co puede soportar varias subredes. Hay
que tener en cuenta, así mismo, que los
modelos más avanzados de conmuta-
dores con funciones VLAN soportan fil-
tros muy sofisticados, definidos por el
usuario o el administrador de la red, que
permiten determinar con gran precisión
las características del tráfico y la segu-
ridad que se desee en cada dominio,
segmento, red o conjunto de redes. Todo
ello se realiza en función de algoritmos
de bridging y encadenamiento mul-
tiprotocolo.
4.1.3. Aplicaciones y Productos
Los puntos en que las redes virtuales
pueden beneficiar a las redes actuales
serían:
Movilidad: Como se ha visto, el pun-
to fundamental de las redes virtuales
es permitir la movilidad física de los
usuarios dentro de los grupos de tra-
bajo.
Dominios lógicos: Los grupos de
trabajo pueden definirse a través de
uno o varios segmentos físicos; en
otras palabras, los grupos de traba-
jo son independientes de sus co-
nexiones físicas, ya que están cons-
tituidos como dominios lógicos.
Control y conservación del ancho
de banda: Las redes virtuales pue-
den restringir los broadcast a los do-
minios lógicos donde han sido ge-
nerados. Además, añadir usuarios a
un dominio determinado o grupo de
trabajo no reduce el ancho de ban-
da disponible para el mismo, ni para
otros.
Conectividad: Los modelos con fun-
ciones de encadenamiento permiten
interconectar diferentes conmutado-
res y expandir las redes virtuales a
través de ellos, incluso aunque es-
tén situados en lugares geográficos
diversos.
Seguridad: Los accesos desde y
hacia los dominios lógicos pueden
ser restringidos en función de las ne-
cesidades específicas de cada red,
proporcionando un alto nivel de se-
guridad.
Protección de la inversión: Las ca-
pacidades VLAN están, por lo gene-
ral, incluidas en el precio de los con-
mutadores que las ofrecen y su uso
no requiere cambios en la estructu-
ra de la red o cableado, sino más
bien los evitan, facilitando las
reconfiguraciones de la red sin cos-
tos adicionales.
Con los procesos de reingeniería de
empresas y de downsizing, y con las
nuevas necesidades de independencia,
autonomía y fluidez entre grupos de tra-
bajo, se requieren nuevas y más diná-
micas facilidades para realizar cambios
en las redes. Las redes virtuales combi-
nan mayores anchos de banda, facilida-
des de configuración y potencial de cre-
cimiento, lo que ayudará a que se con-
viertan en un estándar en los entornos
corporativos.
En la actualidad las implemen-
taciones de tecnologías de redes
virtuales no son interoperativas entre di-
ferentes productos de diversos fabrican-
tes. Muchos de estos fabricantes inten-
tan buscar soluciones adecuadas para
lograr dicha interoperatibilidad, y por ello
una gran ventaja de las soluciones ba-
sadas en software es que podrán adap-
tarse a las normalizaciones que tendrán
lugar en un futuro cercano. Algunas so-
luciones basadas en hardware habrán
de quedarse atrás en este sentido.
Otro punto a destacar es que la tec-
nología ATM prevé como parte impor-
tante de sus protocolos, grandes facili-
dades para las redes virtuales, laque
equivaldría sin duda a grandes venta-
jas trente a la competencia para aque-
llos equipos que actualmente ya sopor-
tan sistema VLAN. El futuro es claro res-
pecto de este punto. Las características
VLAN formarán parte, en breve, de to-
dos los equipos que se precien de que-
rer ser competitivos.
4.2. Switching
4.2.1. Antecedentes
El problema de las redes actuales (re-
des de medio compartido) es el incre-
mento de la demanda de ancho de ban-
da, lo cual genera congestión y da lugar
a una crisis del ancho de banda. Esto
trae como consecuencias:
Bajo throughput.
Alto tiempo de respuesta.
Frustración en el usuario.
......., .....
Los switch¡:¡;s en esta connguraclon:
* Tienen la caloac;idfid (:lé c(one,ctar-
se a los emutadores en Un Back-
bone colapó,ado.
4.3.1 tAN inalámbrica de
Son conexiones inalámbricas para
LAN de punto a punto, o conexiones
* Tienen una de intierf':1CElS
de puertos de alta vel,ocida.d
* Pueden realizar emutamiento a
nivel de red.
* Poseen características de tole-
rancia a fallas y redundancia.
4.3. Redes inalámbricas
No que una red local ina-
lámbrica lo va a liberar de los alambres
o el cableado. Estos sistemas están di-
señados para acceso a una
LAN existente, donde tirar un cable es
im¡)rá,ctk;o o Para un usuario
que tiene que en par-
le de una oficina, y para alguien
que tiene necesidades eSI)ec:íficas,
una red inalámbrica una
solución para los administradores de
redes. El de cada solución
inalámbrica es mucho más lento que una
red alámbrica.
Las redes locales inalámbricas tienen
un nombre porque en
la mayor de los casos no reem-
las redes locales alámbricas. En
su lugar, éstas son utilizadas para crear
extensiones inalámbricas de las redes
alámbricas. Existen dos en una
solución de redes locales inalámbricas:
el cliente inalámbrico
antes llamado PCMCIA, y el
de acceso; este es un dispositivo
estacionario que se adhiere a la red
alámbrica; una antena encadena los
inalámbricos a la red alámbrica
a través del ounto de acceso.
microseg40
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sitio,
* La no cambia.
* Es la más usada.
Si el problema del ancho de ban-
da es crítico, se asocia a un usua-
rio por
* El switch tiende a tener todos los
del mismo
Conectar servidores
• Ser de un Backbone
sada
Ethernet.
* Un switch opera a nivel MAC y
ser colocado en cualquier
La verificación de errores: En modo
de conmutación en real si
un se corrompe y si el daño
NO se en la cabecera, el
error se descubre en el destino. En
modo de almacenamiento y envío
si un se corrompe, el error
es descubierto inmediatamente y el
paquete se descarta. Se verifica en
eICRC.
4.2.6. Taxonomía de un switch
Los switches oueden ser usados
para:
Conectar concentradores
concentradores
para establecer su destino. Tiene
latencia en comparación con el
modo de almacenamiento y envío.
Las características claves en un
switch son:
La latencia: Que es el tiempo a tra-
vés del switch, el cual es un criterio
básico en sensibles al
Puede contar con de alta
velocidad
En cada segmento pueden conec-
tarse uno o varios dispositivos.
Las características de una solución
basada en son:
• Es una solución eficiente en térmi-
nos de costos y rendimiento.
En términos de costos:
* NO cambiar lo instalado.
Se conservan y cableado;
se por
switches.
* Costo menor que un enrutador.
• En términos de rendimiento alivia la
cOlnglestión como consecuencia del
incremento del ancho de banda.
Permilen el cambio en la COllfil:luril-
ción lógica sin que se hagan nece-
sarios cambios en la infraestructura
física.
En la conmutación cam-
bia las de diseño de las redes.
Los roles de los básicos de
interconectividad y enru-
!3LllJrISS I cambian dramáticamente en
ambientes conmutados.
términos de
el oroblema de conaestión.•
4.2.2. Alternativas de solución
Utilizar de alta velocidad,
como tecnologías a 100
Fast Ethernet, ATM, 100
La basada en tecnologías
de 100 se fundamenta en el cam-
bio del medio de transmisión, lo cual
hacer una actualización sobre el
servidor y los segmentos. Pero ésta pre-
senta la dificultad de incertidumbre fren-
te a nuevas Entonces la
solución es efectuar se~Jmientación.
• Posible reducción en el dese,m¡:"eñ¡o
debido a la sobrecarga de procesa-
miento.
Una alternativa es utilizar un diSpOSI-
tivo de conmutación para hacer seg-
mentación La solución ba-
sada en se fundamenta en el
cambio del orincioio de operi;¡ciiéln.
• NO escalan bien
fflélJlelO, costo y rJrc)cesaITliEmtC»)
Lo anterior da como conclusión Que
todavía es necesario contar con en-
rutadores para resolver el del
enrut,arrlief7topero no se los debería usar
para resolver el de la conges-
tión.
4.2.4. Switclllina
Las características de un switch son
las slgulerne's:
o Ofrece de a 16 que pue-
den ser Stand Alane
o como un Módulo conectado a un
concentrador.
Cada soporta un segmento
Ethernet a 10
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4.2.3. Se!i,me,nta(~ión
Inicialmente se realiza con puentes y
enrutadores. Pero la realidad de la
""::"nm,Ant,,,r'¡rm es que se realiza con dis-
positi'vos que NO son de
lo cual trae como consecuencias:
inalámbricas hacia LAN alámbricas. Se
usa más para aplicaciones LAN vertica-
les (como las medidas o los inventarios
de almacén) y ejecutivas que necesitan
constantes conexiones de redes cuan-
do trabajan entre reuniones. Tienen una
cobertura limitada a LAN o campus, si
se usan repetidores inalámbricos y
puentes. Entre las ventajas podemos
destacar:
• Conexiones inalámbricas relativa-
mente rápidas.
Pueden trabajar a través de las pa-
redes y soportar el movimiento.
Como desventajas podemos men-
cionar:
Son caras.
4.3.2. LAN inalámbrica infrarroja
Consiste en conexiones LAN ina-
lámbricas utilizando rayos infrarrojos. Su
uso más común es en aplicaciones LAN
verticales (como las médicas o los in-
ventarios de almacenes) y clientes que
se conectan en grandes áreas abiertas.
Así mismo, en la impresión inalámbrica
y la transferencia de archivos tienen una
cobertura limitada a LAN o campus si
se usan repetidores inalámbricos y
puentes. Las ventajas que tienen son:
Mayor velocidad que las de amplio
espectro.
• Inmunes a la interferencia de fuen-
tes de radiofrecuencia.
Las desventajas son:
• No pueden penetrar paredes.
Rango más corto que las de amplio
espectro.
No hay estándares o interope-
ratividad.
4.4.4. Tipos de Workflow
1. Como un sistema que describe un
procedimiento.
En este caso la secuencia de even-
tos es fácil de definir y el sistema resul-
4.4.3. Bases técnicas del Workflow
El Workflow puede implementarse al
utilizar diferentes esquemas conceptua-
les:
• El esquema de las Rs: Rutas, Roles
y Reglas.
• El esquema de las Ps: Procesos,
Políticas y Práctica.
4.4.2. Desventajas
Los procesos requieren ser definidos
con mucha claridad y precisión y que la
administración esté consciente de que
el sistema se debe mejorar con orden,
al limitar las excepciones y los manejos
fuera del procedimiento.
Por otra parte, el cambio cultural im-
plícito en la transformación de tos siste-
mas al enfoque de Workf1ow puede re-
sultar muy difícil. Incluso, en algunas
empresas, la aceptación del concepto
de firma electrónica puede resultar difí-
cil, ya que rompe con hábitos y meca-
nismos muy arraigados dentro de los
sistemas de control.
El Workflowopera mejor en apoyo a
las actividades operativas, de trámites
bien definidos o con alto volumen de
operaciones. En este sentido es un ele-
mento importante para mejorar la pro-
ductividad en los trabajos de oficina clá-
sicos que todavía tiene un potencial
amplio para mejorar su rendimiento.
En resumen, los sistemas de
Workflow pueden ser una herramienta
importante para mejorar la productividad
y la competitividad de las empresas y
por lo tanto resultan de vital interés en
las actuales condiciones del mercado.
El rediseño de las actividades ofrece
opciones para optimizar procesos Yme-
jorar la productividad, al permitir la inte-
gración de las actividades en un con-
junto coherente con un apoyo automati-
zado de las tareas que se beneficien de
ello y manteniendo el control del proce-
so en manos de los empleados y direc-
tivos que deben participar.
La agilización de los trámites es tam-
bién una ventaja importante. Al eliminar
y reducir considerablemente el papeleo
simplifica los requerimientos de men-
sajería, formas impresas y otros in-
sumas normales en toda actividad em-
presarial.
Los procesos basados en Workflow
estimulan el trabajo con calidad y con
eficiencia. Los procedimientos deben
estar bien definidos, por lo que resulta
fácil mantener los mecanismos de ase-
guramiento de la calidad. Al eliminar los
tiempos muertos en el flujo de datos y
de los documentos mejora el rendimien-
to del grupo de personas asociadas al
proceso que se automatiza.
Al contar con procesos bien definidos,
documentados e integrales a la activi-
dad que se debe realizar, se simplifica
el proceso de entrenamiento de los tra-
bajadores y reduce los problemas deri-
vados de la normal rotación del perso-
nal.
Los mecanismos que ofrece un sis-
tema de Workflow permiten dar segui-
miento a las diferentes actividades, fa-
ses o etapas del trabajo. Con ello es fac-
tible tener un mejor control y una admi-
nistración más precisa, tanto desde el
punto de vista de conocer el estado ac-
tual o los trámites sufridos por un asun-
to particular, como para analizar el pro-
ceso en su conjunto o grupos de tareas
utilizando las estadísticas asociadas a
cada tipo de tarea.
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4.4.1. Ventajas
El Workflow permite, y en cierta for-
ma obliga, a que se realice un proceso
de reingeniería de las actividades. Esto
facilita un desarrollo de los sistemas con
una mayor orientación al negocio y a las
tareas críticas de la empresa.
4.4. Workflow
La tecnología informática actual per-
mite dar soluciones a lásHmitantes que
los sistemas de información convencio-
nales tienen en ciertos casos, redes, el
correo electrónico, la reingeniería, los
esquemas cliente/servidor, la programa-
ción orientada a objetos, las firmas elec-
trónicas, las bases de datos y otros. Una
propuesta que está teniendo gran acep-
tación es la que se conoce como
Workflow o automatización de procedi-
mientos, la cual tiene un enorme poten-
cial que mejora los sistemas de infor-
mación.
El Workflowes una aplicación de los
sistemas orientados al trabajo en grupo
(Groupware). Podría definirse como la
automatización de procedimientos a tra-
vés de reglas de secuenciación de acti-
vidades, en donde éstas se activan au-
tomáticamente según las reglas estable-
cidas, hasta completar el procedimien-
to e interactuado con diferentes fuentes
informáticas.
El Workflow deriva de la evolución
que han generado las microcompu-
tadoras y las redes, ya que presupone
la existencia de una red de cómputo a
la que tengan acceso, preferentemente
desde su puesto de trabajo, todos aque-
llos individuos que tienen alguna rela-
ción con el sistema o el procedimiento
que se pretende automatizar. Este su-
puesto ya resulta válido en algunas or-
ganizaciones y en otras es relativamen-
te fácil poder cumplirlo.
No hay estándares y hay poca
interoperatividad entre los productos.
Vulnerables a la interierencia.•
•
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I Bucle de retorno I
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las conexiones de las estaciones de tra-
bajo aunque se rompa el anillo. Este se
autorreconfigura para trabajar con una
configuración de bucle de retorno, tal
como se muestra en la siguiente figura,
en la que las señales se redirigen de
vuelta en la dirección opuesta sobre un
juego de cables redundante.
Debido a su alta velocidad, seguri-
dad, adaptabilidad y posibilidad de cu-
brir grandes distancias, la FDDI ha dis-
frutado, a pesar de su alto coste .. de una
enorme aceptación. Por ejemplo, con la
FDDI no hay que preocuparse por los
problemas de los cables de cobre, tales
como atenuación, capacidad y diafonía.
Atenuación. Pérdida de la potencia
o amplitud de la señal al aumentar
la distancia.
Capacidad. Distorsión natural em-
peorada por la distancia del cable y
el grosor del aislante.
• Diafonía. Fuga de la señal de los
cables adyacentes en una configu-
ración de par trenzado, que provoca
ruido en la línea.
A una versión en cable de cobre de
la norma FDDI se le llama CDDI (Copper
Distribuited Data Interlace, Interfaz de
datos distribuidos por cables de par tren-
zado). Aunque su coste es menor, las
distancias del cable están limitadas de-
bido a los problemas de atenuación,
capacidad y diafonía mencionados an-
tes. El cable de cobre sólo puede /legar
a 100 metros, y emite una señal hacia
el exterior que puede detectarse fácil-
mente, introduciendo así un riesgo en
la seguridad. La FDDI, de otra parte, no
emite señales externas y no le afecta el
problema de seguridad que esto
provoca.
Realizar el cableado de una red con
FDDI tiene sus limitaciones. La natura-
leza de paso de testigo de la norma no
se adapta fácilmente a las transmisio-
nes de video. Las imágenes de video
4.5. FDDI (Interfaz de datos
distribuidos por fibra)
La FDDI es una norma de cable de
fibra óptica desarrollada por el comité
X3T9.5 del Instituto Nacional America-
no de Normalización (ANSI, American
National Standards Institute). Transmi-
te datos a 100 Mbps por una topología
en anillo doble que admite 500 nodos
distribuidos en una distancia de 100 ki-
lómetros. El anillo dual proporciona re·
dundancia en los sistemas de transmi-
sión que protege frente a los cortes o
defectos en el sistema de cable. La in-
formación se transmite mediante pulsos
de luz a través de un medio de cristal
puro o plástico. El dispositivo emisor tra-
duce los ceros y unos electrónicos en
unos y ceros codificados ópticamente y
los transmite por un filamento de fibra
hacia un forodetector situado en el otro
extremo.
Una característica interesante de la
FDDI es su redundancia incorporada.
Como funciona en forma muy parecida
a las redes en anillo con paso de testi-
go, una interrupción del anillo puede
afectar a todas las estaciones de traba-
jo conectadas. No obstante, gracias a
que la FDDI utiliza un disco con-
tragiratorio del anillo, puede mantener
ta bastante simple. Puede implantarse
al usar como base el correo electrónico
para el enrutamiento de la información,
o usar formatos electrónicos inteligen-
tes que muevan los datos entre las di-
versas etapas que requieren su manejo.
2. Un diseño que asegure la integridad
del proceso.
O sea que debe garantizar el flujo de
datos de manera automática, sin que se
requiera que alguien le dé seguimiento.
Las excepciones deben ser identificadas
por el software y ser resueltas en forma
automática o ser remitidas a quien pue-
da atenderlas de manera adecuada.
'"-
FDDVConcentrador
Ethernet conmutado
• 10Base-5. Cable coaxial con una
longitud máxima de 500 metros.
• 10Base-2. Cable coaxial (RG 58 A/
U) con una longitud máxima de 185
metros.
1OBase-T. Cable de par trenzado
con una longitud máxima de 100
metros.
• 1Base-5. Cable de par trenzado con
una longitud máxima de 500 metros.
10Base-F. Redes de soporte de fi-
bra óptica de hasta 4 kilómetros.
Cada norma tiene sus propias ven-
tajas y limitaciones. 1OBase-5 y 10Base-
2 proporcionan distancias superiores
que 1OBase-T, pero deben conectarse
en una topología en bus, que es victi-
ma de los mismos problemas de fallos
en el cable que la red en anillo con paso
de testigo. 10Base-T proporciona altas
Estaciones de trabajo~
""'1:
4.6. Ethernet rápida
La Ethernet rápida es una reciente
innovación aparecida en respuesta a las
limitaciones que se empezaban a hacer
patentes en el sistema de trabajo en red
Ethernet normalizada. La Ethernet fue
creada originalmente por Xerox y forma-
lizada en 1980 por Digital Equipment
Corporation, Intel y Xerox. Entonces el
IEEE (/nstitute of E/ectrica/ and E/ec-
tronics Engineers) la adoptó como nor-
ma 802.3
Desde sus comienzos, Ethernet (en
concreto la norma 10Base-T) ha goza-
do de un gran éxito. La flexibilidad y to-
lerancia a fallos de la norma ha ayuda-
do en gran medida a su éxito.
Con Ethernet se dispone de varias
topologías distintas y normas de ca-
bleado como se indica a continuación.
Servidor de archivos
con adaptadores de FDDI
fundir debates de clase por video.
• Conexiones de servidor. Con las
condiciones actuales de hardware se
dispone de la FDDI como un exce-
lente punto de acceso al servidor de
archivos. Si se coloca una NIC de
FDDI en un servidor de archivos
Novell, se puede aumentar de for-
ma ostensible la capacidad de pro-
cesado de información del servidor
por un factor de diez con respecto a
una única NIC a 10 Mbps por un con-
centrador de conmutación que con-
tenga una conexión FDDI, se puede
garantizar el ancho de banda com-
pleto para cada estación de trabajo.
• Redes de soporte. Una red de so-
porte FDDI puede adoptar muchas
formas. Puede tratarse de una red
de soporte basada en encaminador,
en la que se conectan dos o más
segmentos de red a un anillo FDDI
por medio de encaminadores. Pue-
de ser una red de soporte colapsada,
en la que existe un anillo similar, no
por toda la empresa, sino dentro de
los dominios de un único concentra-
dor (hub), al que están conectadas
todas las subredes. Puede ser tam-
bién una red de soporte centraliza-
da, que proporciona un punto cen-
tral de servicio para numerosos
periféricos de red. Por ejemplo, a un
único concentrador se puede conec-
tar una serie de servidores de archi-
vos, una plataforma de gestión, nu-
merosos concentradores de estación
de trabajo y una conexión de datos
públicos por medio de cables FDDI.
La siguiente figura muestra la imple-
mentación de un FDDI mediante un con-
centrador Ethernet conmutado.
pueden aparecer «saltarinas» si a la es-
tación de trabajo emisora no se le asig-
na suficiente tiempo para enviar sus
señales a la red. Para eliminar este pro-
blema, la FDDI tiene ahora dos nuevas
normas, además de los servicios asín-
cronos tradicionales: servicios síncronos
y servicios basados en circuitos.
4.5.1. El futuro de la FDDI
La velocidad, seguridad y robustez de
la FDDI la convierten en una excelente
opción para la conexión de servidores
de archivos a estaciones de trabajo de
escritorio, y de escritorio a escritorio. No
obstante, basándose en el coste de los
concentradores FDDI, las NIC y el ca-
ble, es necesario meditar las opciones
en busca de alternativas con mejor re-
lación calidad/precio como 1OBase-T,
que en muchas situaciones puede fun-
cionar sobre el cable telefónico norma-
lizado. Además, como alternativa de alta
velocidad, la FDDI sufre el mismo mal
que la Ethernet a 10 Mbps y la red en
anillo con paso de testigo a 4/16 Mbps.
Al añadir más estaciones de trabajo a
una red FDDI, Ethernet o red en anillo
con paso de testigo disminuye el ancho
de banda disponible, porque todas las
estaciones de trabajo deben compartir
el mismo ducto de comunicaciones.
Existen básicamente tres configura-
ciones en las que se encontrará la FDDI:
• Grupos de trabajo. Puede encon-
trarse en entornos que necesitan
conferencias por video y por voz. En
este contexto se utiliza la FDDI para
conectar un número de usuarios que
comparten la misma aplicación. Por
ejemplo, un campus puede utilizar un
grupo de trabajo de FDDI para di-
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tasas de transferencia de datos por una
topología tolerante a fallos; no obstan-
te, presenta limitaciones de distancia.
1OBase-5 puede utilizarse en distancias
mayores utilizando cable barato de par
trenzado; sin embargo, su tasa de trans-
ferencia de datos está limitada a 1 Mbps.
10Base-F es una elección excelente
para cubrir distancias largas a alta velo-
cidad, como en fas esquemas de
cableado de campus, pero es cara en
comparación con sus competidores.
5. SERVICIOS DE REDES
5.1. Correo electrónico
Consiste en la transmisión y recep-
ción de mensajes computarizados. El
enviar mensajes se ha vuelto tan común
y corriente que ya simplemente se le
conoce como correo. Se forma con men-
sajes normalmente en texto ASCII. En
algunos sistemas se puede acompañar
con algunos mensajes binarios, como
una hoja de cálculo o un archivo grá-
fico.
Enviar correo involucra el utilizar al-
gún tipo de programa de correo. Es po-
sible, o bien escribir el mensaje dentro
del programa, o enviar un mensaje ya
preparado. Según fas modalidades de
operación de su programa, se especifi-
cará a qué dirección debe enviarse el
correo. La mayoría de los sistemas ofre-
cen alternativas. Usualmente se puede:
• Enviar copia del mensaje a una ter-
cera persona. Naturalmente todos
los receptores saben quiénes han
recibido copia.
Enviar una copia secreta del men-
saje a una tercera persona. Normal-
mente nadie más sabe quién recibió
esta copia.
Enviar un mensaje a una lista
predefinida de receptores.
Algunos sistemas permiten que se
solicite acuse de recibo para saber
que el mensaje ha sido recibido.
La otra mitad del programa le auxilia
en la lectura de los mensajes que reci-
be. Conforme se lee el correo, puede
procesar cada mensaje de diversas for-
mas. Con la mayoría de los sistemas se
puede:
Borrar el mensaje.
• Salvar el mensaje en un archivo.
• Imprimir el mensaje.
• Retransmitir el mensaje a una ter-
cera persona.
• Contestar el mensaje.
Cuando se contesta un mensaje ya
no es necesario especificar la dirección.
El programa utiliza en forma automáti-
ca la dirección de la persona que le en-
vió el mensaje.
5.1.1. El mundo del correo
electrónico
El mundo del correo electrónico se
forma con muchas compuertas, gateway
(interconexión entre dos redes no simi-
lares), permitiendo el envío de correo de
un sistema a otro.
Si se trabaja en una red de área lo-
cal en una computadora anfitrión, pue-
de enviar correo a otros usuarios libre-
mente. Si se envía un mensaje a alguien
dentro del mismo sistema, le llegará de
inmediato. Sin embargo, cuando se en-
víe correo fuera de su sistema local, di-
cho correo se almacenará en un área
de retención. Posteriormente, su siste-
ma se pondrá en contacto con la otra
computadora donde el mensaje podrá
ser retransmitido. Este sistema de guar-
dar y retransmitir forma el núcleo de la
red global de correo.
La gran mayoría de las redes del
mundo están interconectadas en la gi-
gantesca superred llamada Internet, la
cual tiene su propio sistema de di-
reccionamiento, llamado MIME (Multi-
purpose Internet Mail Extensions), que
hace posible enviar correo entre cual-
quier par de computadoras. Las exten-
siones de correo multipropósito de In-
ternet (MIME) soportan mensajes que
contienen texto formateado, sonido, imá-
genes, video y documentos adjuntos.
los defensores de MIME enfatizan que
éste es más fácil de implementar que
XAOO y es muy probable que se con-
vierta en la pasarela de facto entre sis-
temas de correo propietarios. MIME es
compatible hacia atrás con especifica-
ciones de mensajería anteriores; es gra-
tuito y es transparente a XAOO y a SMTP.
Todo esto significa que, con las re-
des de interconexión moderna, es fácil
enviar un mensaje a cualquier parte del
mundo. Todo lo que se requiere es el
acceso a la red adecuada y la dirección
del destinatario. Para cada red, se ne-
cesita un tipo de direccionamiento, el
cual permite ganar acceso a la red a tra-
vés de sus compuertas principales; uno
de los problemas más interesantes para
la comunidad del correo electrónico es
averiguar exactamente qué tipo de
direccionamiento seleccionar para en-
viar correo de una red a otra.
El envío de correo entre redes requie-
re de una multitud de estándares de
comunicación. la mayoría de las redes
Unix se basan en un sistema llamado
TCP/IP. El correo se maneja de una
computadora TCP/IP a otra, mediante
un protocolo conocido como SMTP
(Simple Network Transport ProtOGo/,
Protocolo de red de transporte simple).
La mayoría de los Internet utilizan SMTP.
Otro protocolo, el UUCP (Unix To Unix
Copy Program, Programa de copia Unix
a Unix) interconectado simplemente por
teléfono. En las redes de área local ba-
sadas en PCs, el protocolo de correo
más común es MHS (Message Handling
System, Sistema de manejo de mensa-
jes).
Cada sistema principal tiene su pro-
pio tipo de direccionamiento. Un di-
reccionamiento Internet es diferente de
uno UUCP y a su vez distinto de MCI
Mail, de CompuS~rveyasL?su¡;esíVª7
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conexión mundial de los diferentes sis-
temas de correo. Estos estándares se
conocen como XAOO. En la actualidad
estas mismas entidades están desarro-
llando el X.SOO, un sistema universal de
directorio cuyo objetivo es hacer posi-
ble hallar la dirección electrónica de cual-
quiera en cualquier parte del mundo.
5.1.2. XAOO
Constituye una forma de mensajería
global que establece un conjunto de re-
glas aceptadas internacionalmente para
intercambiar mensajes entre sistemas
de correo de almacenamiento y reenvío
que se ejecutan en diversas platafor-
mas.
El objetivo de la especificación XAOO
es proporcionar compatibilidad entre
productos e interfaces multivendedor,
además de entre servicios de men-
sajería.
El XAOO es una especificación en la
cual se esbozan los protocolos, proce-
dimientos, componentes, terminología y
métodos de comprobación necesarios
para construír sistemas de correo elec-
trónico interoperables. Los productos de
correo electrónico no incluyen XAOO,
sino que se ajustan a XAOO.
En la norma XAOO se describe un
modelo de comunicaciones en el que se
incluyen servicios de usuario, servicios
de transporte, almacenes de mensajes,
dominios privados (un servicio de correo
gestionado por una organización priva-
da) y dominios administrativos (un ser-
vicio de correo público gestionado por
una compañía telefónica autorizada).
La versión de 1988 de XAOO estaba
mejor adaptada a las redes de empre-
100a~%lJ,tI3¡;i.{jlA_~~ #t'WM 'GM¡¡m¡;:t¿TI t ¡ ti ~'ti.iiki_!'7r.?tim$~
ICES/~~'·'< ¡'" w-~k;;' 'l~~~~', %id 118 ;~;~;;;;;;;;;;;;;;::==:=:::=:~~101
sa; en esta versión se incluye un servi-
cio de almacenamiento de mensajes y
funciones de seguridad. Infortunada-
mente los productos X.400 de 1988 y
1984 no son compatibles debido a la
falta de pasarelas, pero la norma de
1992 es compatible hacia atrás con la
norma de 1988.
Aunque la industria predice una acep-
tación masiva del X.400, hasta la fecha
no se ha utilizado demasiado para sis-
temas de correo electrónico de LAN.
5.1.3. X.SOO
Como una limitación de la norma de
mensajería Xo4OO es la falta de especi-
ficación de los servicios de directorio,
ahora tenemos X.500, una norma del
CCITI compañera de Xo4OO que con-
tiene una norma de servicios de direc-
torio. X.500, adoptado como norma in-
ternacional, define la forma en que una
organización puede compartir nombres
y los objetos asociados con esos nom-
bres por una empresa global. El direc-
torio X.500 es, de hecho, una base de
datos distribuida de asignaciones entre
nombre y dirección para personas, di-
recciones y periféricos.
Los servicios de directorio de X.500
están pensados para permitir que las
compañías dividan las redes en domi-
nios, cada uno de ellos con su propio
conjunto de usuarios. La información se
pasa entonces entre servidores de do-
minio, mediante direcciones que contie-
nen país, compañía, unidad organizativa
y localidad para encontrar al receptor
adecuado.
5.104. Sistemas comerciales
de correo
Quizás la forma más fácil de tener
acceso a un sistema global de correo
es suscribirse a un servicio de correo
comercial. Utilizando un módem y un
programa de comunicaciones, se mar-
ca el número del sistema para enviar y
recibir mensajes. Entre los más conoci-
dos se encuentran AT&T Mail, Com-
puServe y MCI Mail. Sus servicios son
fáciles de obtener, por lo tanto se ten-
drá fácil acceso a recibir y enviar correo
desde cualquier parte.
Existen muchos proveedores de ser-
vicios en línea y todos incluyen alguna
forma de servicio de correo. Sin embar-
go, en la mayoría de los casos, estos
servicios no cuentan con gateways y no
se puede enviar correo fuera del siste-
ma. Por ejemplo, si se utiliza Prodigy,
puede enviar mensajes únicamente a
otros usuarios de Prodígy, cosa que no
sucede con CompuServe, AT&T Mail y
MCI Mail que tienen compuertas para
internet; desde internet se puede enviar
correo a casi cualquier sitio del planeta.
5.1.5. Software para tener acceso
a sistemas de correo
Cada servicio de correo tiene su pro-
pio software: para AT&T Mail el progra-
ma se llama Access Plus. CompuServe
tiene varias opciones, entre ellas
CompuServe Information Manager,
TAPCIS (un programa shareware), y
AUTOS/G (un programa freeware). En
cada uno de estos programas usted se
conecta (Login) y posteriormente intro-
duce comandos.
El uso de estos programas represen-
ta algo totalmente distinto en compara-
ción a marcar el número telefónico e ir
introduciendo comando tras comando.
Los programas toman control de su PC
y proveen una interface completa hacia
el sistema de correo; usted forma los
mensajes en su computador, escoge las
direcciones en su directorio, el cual el
programa le auxilia a tener al día. Cuan-
do se le indica, o bien a horas predeter-
minadas si así se le ordena, el progra-
ma marcará el número telefónico, se
conectará con el sistema, intercambiará
rápidamente los mensajes y se desco-
nectará. Le será posible, entonces, a su
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propio ritmo, efectuar las revisiones de
su correo y preparar las respuestas co-
rrespondientes. Algunas de estas herra-
mientas también pueden quedar insta-
ladas como programas residentes en
memoria, operando en asincronía mien-
tras se realiza otra tarea.
5.1.6. Sistemas de correo basados
en redes
Están disponibles virtualmente para
todo tipo de redes LAN. Este tipo de sis-
tema requiere generalmente un adminis-
trador. La base de este sistema es un
PC llamado despachador de correo.
Este último funciona como un hub (eje),
almacenando todos los mensajes. En el
lenguaje de los sistemas LAN, este arre-
glo se llama oficina de correos. El siste-
ma de correos se coordina mediante un
programa maestro que opera en el
despachador. Este programa da servi-
cio a la oficina de correos y coordina el
correo a través de LAN. También hay
programas locales que operan en cada
estación de trabajo y que proporcionan
la interface con el usuario.
Aparte de las herramientas de correo
estándar, los sistemas basados en re-
des ofrecen una variedad de servicios
adicionales refinados:
Mantenimiento de listas de correo
(puede definir y modificar las listas
de usuarios a los que envían los
mensajes).
• Notificación automática cuando le
llegue algún mensaje.
Mensajes combinados (puede ane-
xar cualquier tipo de información a
un mensaje de texto simple, inclu-
yendo información de multimedios).
Grupos de discusión.
Si su red está conectada con otras
LAN, el sistema de correo puede coor-
dinar una red amplia de·correo. El siste-
ma también puede conectarse a siste-
mas externos, tales como servicios co-
merciales de correo y con computado-
ras anfitrionas mainframe y midrange.
Muchas redes de área local utilizan
MHS. Estos sistemas se pueden in-
terconectar con CompuServe, que fun-
ciona como un hub (eje) nacional. A tra-
vés de este hub, los usuarios de redes
pueden enviar correo al mundo exterior,
incluyendo a otros LAN.
5.1.7 Correo electrónico dentro
de las aplicaciones
En la actualidad muchos de los pro-
gramadores de aplicaciones crean apli-
caciones «activadas por correo", permi-
tiendo que los usuarios envíen archivos
y mensajes desde dentro de sus otras
aplicaciones (procesadores de texto,
bases de datos y hoja de cálculo). Las
aplicaciones activadas por correo le evi-
tan al usuario el molesto problema de
salir de una aplicación, llamar al progra-
ma de correo electrónico, enviar un
mensaje, salir del correo electrónico y
volver a entrar en la aplicación original.
La existencia de estas aplicaciones
es importante en el entorno de empre-
sa, ya que reduce el número de proce-
sos que los usuarios deben manejar
para transferir información crucial para
la misión de forma oportuna.
5.2. Software para control remoto
El software para control remoto le
permite utilizar el teclado, el ratón y pan-
talla de su PC para controlar otra
computadora. Por ejemplo, digamos que
un amigo le llama pidiéndole ayuda con
su propio PC. Utilizando un programa
de control remoto, usted puede conec-
tarse a la computadora de su amigo.
Conforme introduzca comandos con su
propio teclado y ratón, usted verá los
resultados en su propia pantalla; pero
todo el procesamiento y almacenamien-
to en disco está siendo provisto por la
computadora de su amigo. Al mismo
tiempo, éste puede también estar intro-
duciendo comandos. Así, pueden traba-
jar juntos para resolver el problema.
El controlar un sistema remoto per-
mite que usted pueda resolver proble-
mas, instalar software, transferir archi-
vos y aun enseñar a alguien cómo utili-
zar un programa.
He aquí cómo funciona. El PC bajo
control se denomina computadora local
o anfitrión. Está actuando como tal, do-
nando su procesador y su disco. La PC
lejana se denomina computadora remo-
ta o huésped. Piense en un huésped
venido de lejos que le da órdenes a todo
el mundo. Un sistema de control remoto
contiene dos programas. Uno opera en
el sistema local y otro en el PC remoto.
Con ambos los programas coordinan la
E/S.
Existen tres formas en las que usted
puede interconectar los computadores
local y remoto. Primero, si forma parte
de una red local, el software de control
remoto puede utilizar la conexión de red.
Segundo, puede instalar los dos siste-
mas conectando un módem y una línea
telefónica. El E/S se maneja a través del
puerto serial en el cual haya conectado
usted el módem. Tercero, si los PC es-
tán cerca uno del otro pero no en red,
puede conectarlos directamente utilizan-
do un cable de módem nulo entre los
dos puertos seriales.
Para arrancar el sistema, usted eje-
cuta el programa adecuado en cada
computador. Bajo su comando, el pro-
grama remoto marca el número de telé-
fono (si es necesario) y establece con-
tacto con la computadora local. Puede
ahora controlar la computadora local
desde cualquiera de los dos sistemas.
Ambos teclados, ratones y pantallas
están a las órdenes del computador
huésped.
Los sistemas de control remoto pro-
veen tres funciones:
• El control de un programa que está
operando en un computador re-
moto.
• Transferencia de archivos entre los
dos computadores.
Utilización de los recursos del com-
putador remoto (impresoras, mó-
dems, discos duros, CD-ROM, etc.).
Sin embargo, es necesario tener en
cuenta que diferentes características
deben ser evaluadas, tales como el ac-
ceso a los recursos; ¿los dos PC pue-
den utilizar los dispositivos periféricos
conectados a ambas computadoras?
Esto es particularmente importante para
imprimir a control remoto. Si tiene una
red, confirme si los recursos de ésta
pueden ser también alcanzados remo-
tamente. ¿Puede usted conectarse a
cualquier PC sobre la red y utilizar la
impresora o el módem de la red? Esta
es una capacidad que debe ser compro-
bada en forma definitiva y no simplemen-
te aceptada.
Por último, existen unas característi-
cas misceláneas que hacen la vida un
poco más fácil: configuración automáti-
ca del módem, posibilidades del modo
de plática, paso fácil de modo de voz a
modo de datos en la línea telefónica,
mantenimiento de un directorio telefóni-
co y registro automático en una bitácora
de archivo.
5.3. Sistemas de boletines
electrónicos (BBS)
Es el resultado de una idea simple.
Un computador equipado con un módem
actúa como un depósito para mensajes
y archivos. Mediante el uso de su PC y
de un programa de comunicación, us-
ted se puede conectar con el BBS y te-
ner acceso a la información.
El computador del BBS opera un pro-
grama que contesta el teléfono, recibe
a los usuarios y mantiene una base de
datos. Una vez organizado un BBS, pue-
de operar sin supervisión.
Un ejemplo típico de cómo se usa un
BBS es: usted llama a un BBS, se co-
necta y deja un mensaje. Diez minutos
después, alguien más llama al BBS y
lee lo que usted ha escrito. Decide con-
testar su mensaje. Le propone un archi-
vo interesante que quiere compartir con
usted. Los dos mensajes y el archivo se
almacenan en el boletín electrónico para
cualquiera que desee tener acceso a
ellos. Ahora una tercera persona llama
al BBS. Después de leer su mensaje y
la contestación de la segunda persona,
esta tercera deja su propia contestación.
Además, solicita una copia del progra-
ma dejado por la segunda persona.
Mientras espera, el programa le es en-
viado a su computador. Una vez se ha
completado la transferencia de archivo,
se desconecta del BBS, dejando la lí-
nea libre para cualquier otra llamada.
5.3.1. Servicios que ofrecen los 88S
Son tres los servicios principales que
ofrecen los BBS: correo, conferencias y
transferencia de archivos.
Como usuario del BBS usted puede
dejar mensajes de correo para cualquie-
ra que utilice el mismo BBS. No importa
cuándo se conecte, puede revisar si hay
mensajes para usted. Si los hay, puede
leerlos, y si lo desea, puede enviar una
respuesta.
El segundo servicio básico que inclu-
ye un BBS es la capacidad de organizar
conferencias. La mayoría de los BBS tie-
nen una serie de conferencias siempre
en curso. Cada conferencia consiste en
mensajes enviados por los usuarios.
Para participar, todo lo que tiene que
hacer es conectarse y escoger una con-
ferencia. Puede leer los mensajes, de-
jarlos allí para otros usuarios y a su vez
dejar su propio mensaje. Estas confe-
rencias proveen una magnífica oportu-
nidad para conocer a otras personas,
para ofrecer consejos o simplemente
para charlar.
El tercer servicio es la transferencia
de archivos. Recibir un archivo de un
computador remoto se llama descargar
(download); enviar un archivo se llama
cargar (uploading). Muchos programas
son compartidos vía BBS. Algunas de
éstas almacenan literalmente miles de
programas en línea. No debe tener pro-
blema alguno para encontrar cualquier
tipo de software: programas de comuni-
cación, procesadores de texto, hojas de
cálculo, programas gráficos y hasta soft-
ware para iniciar su propio BBS.
5.3.2. ¿Qué pasa con los virus?
La distribución mundial de software
en el mundo es muchísimo más fluida
de lo que la mayoría pueda imaginar. Lo
que evita que un desastre, por virus,
ocurra en la existencia de programas
especiales escritos para detectar virus.
Después de todo, éstos son solamente
programas y todos tienen patrones de
bits que los descubren. Un programa de
detección de virus busca estos patrones,
llamados firmas. El caso de contagio a
través de BBS probablemente nunca
ocurrirá, porque los syssops de BBS,
que son responsables, aplican un pro-
grama de detección de virus a todos los
archivos nuevos antes de ponerlos a
disposición para descargar.
5.3.3. Hardware necesario para
operar un 88S
Para operar un BBS en DOS se ne-
cesita un PC con por lo menos 640 KB
de memoria. Más memoria será valio-
sa, especialmente si desea atender a
más de un usuario con un solo PC. No
requerirá más de cuatro MB.
Para cada línea telefónica se necesi-
ta instalar un módem, así como un puer-
to serial. Si es un sistema grande, sería
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bueno contar con adaptadores especia-
les multipuertos.
Dado que el producto principal que
se ofrece es información, necesitará
grandes cantidades de almacenamien-
to en línea. Este puede tomar la forma
de uno o varios discos duros, o de un
disco duro en combinación con una uni-
dad óptica de algún tipo.
Es preciso enfatizar que un disco rá-
pido con un caché de disco son esen-
ciales.
CONCLUSIONES
Se adquirieron conocimientos en lo
que concierne a las redes y sus tec-
nologías.
• Se dieron a conocer las nuevas tec-
nologías en redes LAN y redes WAN.
• Se conocieron algunos de los servi-
cios que se pueden tener si se cuen-
ta con una red.
Se adquirió cierta familiaridad con la
terminología utilizada en el mundo
de las redes.
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En medio del debate generalizado
acerca de la crisis de valores que em-
barga a la sociedad está situada la fa-
milia; considerada como factor funda-
mental en el proceso de socialización
de los individuos.
Si bien con el progresivo desarrollo
de la sociedad y la división del trabajo
social la familia ha ido cediendo terreno
en sus funciones educativas, parece ser
insustituible en los procesos formativos
primarios relacionados con los senti-
mientos, las actitudes, los valores y la
asimilación e interiorización de pautas
de comportamiento social. Las in-
teracciones entre el medio cultural y la
personalidad se centran inicialmente en
el grupo familiar.
Muchas funciones educativas de la
familia han pasado a la escuela, razón
por la que la colaboración entre ambas
instituciones es decisiva en el proceso
educativo de las personas.
La participación de los padres en la
gestión de los centros educativos es una
de las principales formas en que se rea-
liza la cooperación familia-escuela.
Conscientes de la importancia del pa-
pel de la familia en la formación de los
ciudadanos del presente y del futuro, las
asociaciones de padres de familia de los
colegios Jesuitas, convocaron a finales
de 1992 su X Seminario Nacional.
Las ponencias allí presentadas abor-
daron la problemática de la familia des-
de distintas perspectivas. Con el fin de
compartir las visiones de los ponentes
con la comunidad educativa y la socie-
dad en general, Conaced y la Coopera-
tiva Editorial Magisterio coeditan este
volumen de la Colección Mesa Redon-
da incluyendo cuatro de ellas. Las po-
nencias restantes serán coeditadas en
su próximo volumen de la misma colec-
ción.
