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1. Introducción
En esta memoria discutiremos el diseño e implementación de una aplicación web diná-
mica que nos facilita la administración, gestión y configuración de contenidos de un servi-
dor de vídeo bajo demanda.
Empezaremos introduciendo unos conceptos básicos, necesarios para comprender y 
entender los sistemas de vídeo bajo demanda. Estudiaremos la arquitectura básica de los 
sistemas de vídeo bajo demanda, y de forma muy esquemática se mostraran los métodos 
para guardar y transmitir el vídeo de forma digital.
Analizaremos diversas soluciones de vídeo bajo demanda existentes en el mercado, 
tanto restrictivas1 como libres. Entre esta serie de soluciones, tenemos los distintos servi-
dores de vídeo bajo demanda existentes en el mercado. Describiremos de forma muy breve 
los servidores más utilizados y/o conocidos, como también sus características principales y 
las herramientas de gestión que utilizan actualmente.
Otro de los componentes de un sistema de vídeo bajo demanda es la aplicación cliente 
(el reproductor), donde también enumeraremos los principales reproductores, y como estos 
pueden o no integrarse con nuestra aplicación, sus características, y que plataformas sopor-
tan. Idealmente, nos interesará aquella aplicación cliente que tenga mayor portabilidad, es 
decir que soporte el mayor número de plataformas.
Y la última pieza de un sistema de vídeo bajo demanda, es la aplicación utilizada para 
mostrar el catalogo de vídeos disponibles, y como se integra la aplicación con el sistema 
global en si. Para eso presentaremos diferentes portales de servicios de vídeo bajo deman-
da existentes, tanto como servicios de carácter social como comerciales.
1 Programario restrictivo: Llamamos programario restrictivo, a todo aquel conjunto de programas, aplica-
ciones, código, documentación, etc..., que no cumplen las 4 libertades básicas que debe cumplir todo el 
programario libre. Es el termino completamente opuesto al programario libre. Ver http://www.gnu.org/ho-
me.es.html para más información.
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La aplicación diseñada durante la realización de este trabajo, esta escrita principalmen-
te en el lenguaje PHP, y algún pequeño componente en Python debido a limitaciones tec-
nológicas actuales de PHP. Es también necesaria una base de datos, donde guardamos el 
catálogo de vídeos.
Los objetivos de la aplicación son:
● Permitir al usuario poder seleccionar cualquier medio multimedia, lanzar el repro-
ductor automáticamente, y que pueda controlar la reproducción, mediante los con-
troles del reproductor. Respectando de esta forma el concepto del vídeo bajo de-
manda.
● Mostrar de forma sencilla tanto al usuario como al administrador toda la biblioteca 
multimedia disponible, y tenerla organizada mediante categorías.
● Permitir al administrador añadir, modificar y eliminar fácilmente nuevos vídeos a la 
biblioteca, que pasaran ha estar a disposición del usuario de forma inmediata.
● Diseñar una interfaz que de comunicación con el servidor VoD, para añadir y elimi-
nar nuevos vídeos del repositorio de vídeos, de forma rápida, sencilla y eficaz.
El resto de la memoria consiste: En el segundo capítulo introducimos el concepto de 
Vídeo bajo demanda, estudiamos los requisitos, arquitectura, los formatos, protocolos, po-
líticas de servicio y otros conceptos básicos como las propiedades del vídeo digital. Al fi-
nal del capítulo realizamos un análisis de las principales aplicaciones servidoras de vídeo 
bajo demanda. En el tercer capítulo mostraremos las diferentes soluciones, frameworks y 
aplicaciones existentes de gestión de vídeo bajo demanda en el mercado. En el cuarto capí-
tulo analizaremos los diferentes requisitos tanto funcionales como tecnológicos de nuestra 
aplicación. En el quinto capítulo realizaremos el seguimiento del diseño de la aplicación, 
su estructura, interfaz con el servidor etc... En el sexto capítulo analizamos la interfaz de 
usuario, con los perfiles de administrador y usuario; y como esta se integra con la aplica-
ción cliente (reproductor).
Página 8
Gestor de contenidos de vídeo bajo demanda Alberto Montañola Lacort
2. Vídeo bajo demanda
 2.1 Introducción al Vídeo bajo demanda (VoD)
El  vídeo  bajo  demanda,  conocido  mediante las  siglas  VoD,  en  Inglés “Video on 
Demand”, se basa en una idea muy sencilla.
El usuario del servicio, denominado cliente, desde su casa, oficina, trabajo etc, desde 
un ordenador, televisor, o cualquier otro dispositivo multimedia, puede elegir desde una in-
terfaz, diseñada específicamente para esta tarea, una película, un vídeo cualquiera, y em-
pezar a reproducirlo. También lo puede parar, rebobinar, avanzar etc.
El vídeo bajo demanda nos ha de permitir realizar las mismas operaciones que pode-
mos realizar con un reproductor de vídeo convencional (VCR1), donde introducimos el dis-
co (dispositivo óptico o magnético) que contiene la película. La diferencia se encuentra, en 
que todos los vídeos se encuentran almacenados en un servidor, o clúster de servidores re-
moto perteneciente a nuestro proveedor del servicio.
A nivel técnico, como podemos ver en el esquema de la Figura 1, la idea básica de un 
servidor de vídeo bajo demanda, consiste en una aplicación que espera, procesa y sirve pe-
ticiones de uno, o varios clientes.
1 VCR: (Video Cassette Recorder) Grabador de vídeo, también conocido como magnetoscopio.
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La petición, contiene un comando donde pide que vídeo desea recibir el cliente. Una 
vez el servidor ha recibido el comando de reproducción, empieza a transmitir el vídeo. Es-
tos datos, al llegar a la aplicación cliente se almacenan en un buffer de recepción para ab-
sorber posibles cortes de la reproducción debidos a la latencia1 y el jitter2. En los casos que 
se vacía el buffer se producen bloqueos (cortes). Otro efecto son las distorsiones3 que se 
producen al perderse algunos fragmentos del flujo de datos que nos envía el servidor.
Esta  técnica  se  conoce  como  el  “streamming”,  proveniente  del  termino  Inglés 
“stream”, flujo. Y esto nos permite poder reproducir el vídeo a la vez que lo vamos reci-
biendo.
También es importante que el vídeo este codificado para poder ser transmitido de esta 
forma. Uno de los objetivos de la codificación es la compresión de la información, para re-
ducir al mínimo tanto el espacio, como el ancho de banda. Algunos códecs, no permiten 
por ejemplo posicionarnos en un punto determinado del flujo del vídeo ya que necesitan 
todos los bloques anteriores para poder decodificar los que siguen a continuación, con la 
cual cosa es necesario que los vídeos del servidor estén codificados con un códec que per-
mita que el usuario pueda posicionarse directamente en un punto del flujo del vídeo sin ne-
cesitar conocer los datos que hay entre ambos puntos del flujo.
El aspecto principal que diferencia el vídeo bajo demanda, de la televisión convencio-
nal, es el poder seleccionar el contenido que deseamos ver cuando queremos, y tener el 
control absoluto sobre su reproducción.
1 Latencia: Tiempo que tarda un paquete en llegar al destino.
2 Jitter: Variación de la latencia.
3 Distorsión: (Del Inglés  artifact) Un error en la imagen o en el audio, debido a problemas de hardware, 
software, o simplemente que el hardware no es lo suficiente rápido para decodificar el flujo de vídeo. En 
el vídeo bajo demanda este efecto suele ser causado por pérdidas de parte del flujo de vídeo, o por un an-
cho de banda insuficiente.
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 2.2 Vídeo digital, formatos, contenedores y códecs.
Un vídeo se puede entender como una serie de imágenes, que al ser mostradas una de-
trás de otra, dan una sensación de movimiento. A su vez, una imagen se puede representar 
como una matriz de puntos (píxeles) cada uno con su correspondiente color.
Por ejemplo, siguiendo el esquema de color RGB1, en el cual por cada punto codifica-
mos las componentes rojo, verde y azul que componen el color. Estas componentes, las po-
demos guardar cada una en un byte. Siguiendo este esquema necesitaríamos 3 bytes por 
cada píxel. El formato más sencillo para guardar toda esta información, es guardarla tal 
cual al disco. Es decir un vídeo quedaría codificado como una serie de matrices de puntos 
una detrás de otra. El problema es evidente, un pequeño vídeo puede ocupar varios Gi-
gabytes.
Por ejemplo, una imagen de 800x800 píxeles, codificando 3 bytes por píxel ocuparía 
unos 800x800x3 bytes = 1920000 Bytes. Si ahora tenemos un vídeo de 10 segundos, y el 
número de imágenes por segundo es 24: 1920000*10*24 = 460 Mbytes.
En los vídeos digitales, tenemos una serie de propiedades, y estas influirán en la codifi-
cación del vídeo. Estas influyen en como guardamos el vídeo en disco, y como lo transmi-
timos por la red. Estas también influyen en como la aplicación cliente decodifica el vídeo 
para poderlo enviar al buffer de la tarjeta de vídeo.
● Número de imágenes por segundo (“Frame rate”):
Es el número de imágenes fijas, que serán mostradas en un segundo. El mínimo re-
querido  para  producir  la  ilusión  de  movimiento,  es  de  10  fps  (“frames per 
second”). El estándar se encuentra en 25 fps que se ajusta a la frecuencia del ojo 
humano.
● Interlineado:
El interlineado, consiste en reducir el ancho de banda requerido por el vídeo. Sobre 
la matriz de puntos, cuando un vídeo es enviado en este formato, primero se envía 
las filas impares, y luego las pares de forma consecutiva de imágenes distintas. El 
resultado es una reducción del ancho de banda a la mitad. Esto implica una reduc-
1 RGB: Del Inglés Red, Green and Blue. Rojo, Verde y Azul.
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ción considerable de la calidad del vídeo. Esta técnica es utilizada en las televisio-
nes analógicas con los formatos PAL, SECAM y NTSC. El efecto contrario, es el 
envío progresivo de las imágenes, es decir enviar todas las filas de la matriz.
● Resolución:
Número de píxeles del ancho y alto del vídeo.
● Relación de aspecto (Aspect ratio):
Normalmente los píxeles de los monitores de los ordenadores son cuadrados, pero 
a veces podemos tener píxeles rectangulares. Es necesario aplicar una corrección 
según el tipo de monitor que tengamos y el tamaño de los píxeles del vídeo que es-
tamos reproduciendo.
● Espacio de color:
Indica si usamos el sistema RGB, donde codificamos las componentes rojo, verde 
y azul, o utilizamos el sistema YUV, donde codificamos la componente de lumi-
nancia (brillo), y dos componentes de color.
● Número de bits por píxel:
En el ejemplo anterior utilizábamos 24 bits (3 bytes) por cada píxel, siguiendo una 
proporción 8:8:8. Es posible codificar el vídeo con diferentes proporciones de bits. 
Por ejemplo, algunos formatos codifican cada componente de color con un tipo de 
dato de punto flotante. Una codificación 5:6:5, nos guarda el color en 16 bits. A la 
componente verde se le suele dar un bit más, porque el ojo humano es más sensible 
a la componente verde que a las otras dos componentes. Esto también determinará 
la cantidad de colores que podemos codificar.
● Algoritmo de compresión:
Que algoritmo utilizamos para comprimir el vídeo.
● Número de bits por segundo (bit rate):
Indica el número de bits por segundo requeridos para reproducir el vídeo. A mayor 
número,  mayor calidad. Podemos tener  vídeos que  utilizan una tasa constante 
(CBR: constant bit rate), o una tasa variable (VBR: Variable bit rate).
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Para reducir el espacio ocupado por un vídeo, se utilizan algoritmos de compresión. 
Un códec, es un algoritmo tanto de compresión como de codificación del vídeo. Lo pode-
mos entender como una función, una caja negra, con una entrada y una salida. Por la entra-
da introducimos el vídeo codificado, y por la salida obtendremos el vídeo decodificado. 
Normalmente, los códecs, tienen una función inversa que permiten realizar el efecto con-
trario. A la hora de la implementación de aplicaciones cliente, esta implementación se en-
cuentra en una librería externa, y la aplicación simplemente la llama cuando detecta que 
un vídeo está en ese formato determinado.
La finalidad de un códec, es la de comprimir, codificar y cifrar1 la información con el 
fin de poderla almacenar en el disco o transmitirla por la red.
Los algoritmos de compresión se pueden clasificar en dos grandes familias:
a) Compresión sin perdidas (lossless compression):
Al descomprimir los datos, comprimidos por un algoritmo de esta familia, es resul-
tado tiene que ser exactamente idéntico al original.
b) Compresión con perdidas (lossy):
Al descomprimir los datos, comprimidos por un algoritmo de esta familia, los datos 
nunca serán idénticos a los originales, pero estarán a una distancia cercana al valor 
original. Por ejemplo el color original puede tener una tonalidad de rojo, y el nuevo 
otra algo distinta, pero cercana.
Por ejemplo: Originalmente tenemos el color  0xA65CB3, al comprimir y volver a 
descomprimir, podemos obtener un valor como por ejemplo el  0xA75AB1. El co-
lor no es exactamente el mismo, pero es muy parecido. Hay una diferencia de una 
unidad en la componente rojo (A7-A6), dos unidades en la componente verde (5C-
5A) y dos unidades en la componente azul (B3-B1).
En la compresión de imágenes, audio y vídeo se utilizan siempre algoritmos de com-
presión con perdidas. Ya que estos algoritmos tienen una tasa de compresión superior a los 
algoritmos sin perdidas.
1 Cifrado del vídeo: La industria musical y cinematográfica esta invirtiendo en la implantación y uso obli-
gatorio de códecs que implementan cifrado (DRM), para proteger sus intereses económicos.
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Es posible realizar una sencilla prueba de color, mediante un programa de edición de 
imágenes, creamos dos manchas con dos colores a muy poca distancia. El original lo guar-
damos en el formato PNG, que es un formato sin perdidas, y luego exportamos a otro for-
mato con compresión con perdidas, como por ejemplo el JPG. Al abrir otra vez las dos 
imágenes, solo la versión PNG conservará los colores de forma exacta, la versión JPG 
muestra unos colores parecidos pero no idénticos.
La imagen utilizada se muestra a continuación, ver Figura 2. (Los colores originales se 
pierden en la impresión, pero en el documento original se conservan).
Estas pequeñas diferencias a nivel de bit, son  indistinguibles al oído u ojo humano. 
Por ejemplo el ojo humano es mucho más sensible a la componente verde que a las otras 
componentes. Al comprimir el audio, los compresores se basan en las limitaciones del oí-
do. El  oído solo puede escuchar en el  rango de frecuencias desde los 20Hz hasta los 
22KHz. Mediante el uso de un filtro paso banda, filtramos todo lo que este fuera de este 
rango. Reduciendo así el ancho de banda consumido por el audio.
Existen muchos algoritmos de compresión para escoger. Por ejemplo, la familia de có-
decs MPEG utilizan métodos donde se producen algunas perdidas de información. Estos 
métodos se basan en fragmentar el vídeo a trozos y coger una serie de muestras de la ima-
gen y el audio. En este caso realizamos la transformación de las muestras del dominio del 
tiempo, al dominio de la frecuencia. Con los datos finales, construiremos el árbol de Huff-
man asociado, y codificaremos los datos con esa codificación.
A la hora de codificar el vídeo, los códecs tienen una serie de parámetros de entrada 
que afectan al algoritmo de forma que el resultado puede tener más o menos calidad.
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Cundo codificamos los vídeos que nuestro servidor va ha servir, es indispensable, que 
elijamos los parámetros buscando un equilibrio entre la calidad, y el ancho de banda con-
sumido. El ancho de banda no debería ser superior al ancho de banda que disponen los 
clientes.
A parte del códec, tenemos el contenedor. Normalmente el contenedor tiene una cabe-
cera con información de en que códec se encuentra codificado el vídeo, el audio.
Ejemplos de contenedores conocidos, son el AVI (basado en el RIFF), el OGM, Ma-
troska, MOV, MPEG, MP4, etc... (Ver  Figura 3 para ver ejemplo de la cabecera OGM)
Ver la tabla anexa en el apéndice A sacada de la referencia [wik07] para ver una lista 
de contenedores y códecs.
A continuación, veremos las características principales de los principales formatos de 
vídeo más utilizados.
● MPEG-1:
Conjunto de estándares y formatos de compresión de vídeo y audio diseñados por 
MPEG (Moving Picture Experts Group). MPEG-1 se utiliza de forma común en el 
Vídeo CD (VCD). La calidad, resolución y bitrate es muy parecida a la de una cin-
ta VHS. MPEG-1 define un contenedor, el códec de compresión de vídeo MPEG-1 
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 0                   1                   2                   3
 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1| Byte
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| capture_pattern: Magic number for page start "OggS"           | 0-3
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| version       | header_type   | granule_position              | 4-7
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                                                               | 8-11
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                               | bitstream_serial_number       | 12-15
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                               | page_sequence_number          | 16-19
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                               | CRC_checksum                  | 20-23
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                               |page_segments  | segment_table | 24-27
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| ...                                                           | 28-
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
Figura 3: Ejemplo de la cabecera del contenedor OGM
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y las tres capas para compresión de audio (MP1,MP2 y MP3).
Bitrate: 1.5 Mbit/s
Resolución: 352x240 (29.97 imágenes/s), 352x288 (25 imágenes/s)
● MPEG-2:
Versión de MPEG, de mayor calidad. Se definen dos tipos de formato de contene-
dor: flujo de transporte y flujo de programa. El primero esta orientado a aplicacio-
nes que transmiten el vídeo y audio por canales poco confiables, recomendado para 
el uso de aplicaciones de VoD y similares, el segundo esta pensado para su uso en 
discos. El códec de vídeo es similar a la versión 1, pero se introduce la posibilidad 
de codificar con interlineado. Por parte del códec de audio, se introduce la posibili-
dad de codificar más de 2 canales de audio, mediante AAC codificación de 5.1 ca-
nales.
Este formato se utiliza tanto en SVCD, DVD, y en la transmisiones de vídeo digi-
tal, como por ejemplo la televisión digital terrestre.
Bitrate:  0.3  Mbits/s  (PDA),  4  Mbits/s  (STB),  15  Mbits/s  (DVD),  60  Mbits/s 
(HDV),...




Igual que sus versiones anteriores, más un par de extensiones adicionales. Entre es-
tas extensiones están, la gestión de derechos digitales (DRM), soporte VRML para 
renderizar escenas en 3d. Este formato contenedor soporta un conjunto mucho más 
amplio de códecs de audio y vídeo que sus predecesores.
● H.264: H.264, es técnicamente idéntico al códec MPEG-4 Part 10, conocido tam-
bién como AVC (Advanced Video Coding) del estándar MPG-4. Escrito de forma 
conjunta por el Video Coding Experts Group (VCEG) y el Moving Picture Experts 
Group (MPEG). El objetivo era conseguir mayor calidad a menor bitrate que los 
formatos anteriores. Este formato se utiliza en los formatos de disco HD-DVD y 
Blu-ray, como también en transmisiones de televisión de alta definición.
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● Theora: Códec de vídeo, desarrollado por la fundación Xiph.org como parte del 
proyecto Ogg. Su característica principal que lo diferencia de sus competidores, es 
la posibilidad de poderlo usar de forma libre y gratuita, sin tener que pagar ningún 
tipo de cuota de uso a nadie. El códec esta basado en el códec VP31 que fue cedido 
a la fundación. Este códec, puede ser utilizado dentro de cualquier contenedor, por 
ejemplo el contenedor de MPG-4. Theora se suele usar en conjunción con el códec 
de audio Vorbis dentro de un contendedor OGG.
● 3GP: Versión reducida del contenedor MPEG-4 Part 14 definido por el estándar 
MPEG-4. Esta diseñado para reducir el máximo los requisitos de almacenamiento 
y ancho de banda. Este contenedor fue diseñado por el proyecto 3ª generación 
(Third Generation Partnership Project (3GPP)). Se utiliza para recibir y reproducir 
vídeo en dispositivos móviles con soporte 3G.
Algunos formatos, son abiertos y a la vez que tenemos libre acceso a sus especificacio-
nes, estos pueden ser usados sin tener que pagar licencias abusivas. Otros formatos son 
restrictivos, y a la vez están protegidos por un sinfín de patentes y es necesario pagar una 
licencia por el uso de estos formatos a sus respectivas empresas.
Cada cliente, tiene soporte para un determinado tipo de formatos (códecs y contenedo-
res), los servidores de vídeo bajo demanda también soportan solo un tipo determinado de 
formatos. Por ejemplo el servidor de Videolan no soporta todos los formatos, y mostrará 
error al intentar cargar vídeos codificados en algunos formatos propietarios2. Aunque nue-
vos formatos han sido, y están siendo introducidos al cliente/servidor de Videolan.
Existe la posibilidad de que el servidor, mientras esta transmitiendo recodifique el ví-
deo en tiempo real, pero esto implica una carga adicional al servidor. Por lo tanto se reco-
mienda, que los vídeos en el servidor se guarden ya codificados en el formato que va ha 
1 VP3: Códec de vídeo propietario desarrollado por On2 Technologies. Su calidad es parecida a la de MPG-
1. En el 2001 el códec fue donado al público como código abierto.
2 Propietario: Todo aquel formato que no sigue un estándar, no existe documentación al respecto, y nadie 
excepto sus creadores sabe como funciona.
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ser usado para el envío. Por ejemplo podemos guardar el mismo vídeo con diferentes pro-
piedades, y reproducir aquel vídeo que se adapte a los requisitos de ancho de banda del 
cliente.
 2.3 Requisitos VoD
Todo sistema VoD ideal debe cumplir con los siguientes requisitos, para más informa-
ción consultar la referencia [cor03].
A) Gran capacidad de almacenamiento:
Un vídeo a calidad DVD de unas 2 horas puede ocupar perfectamente unos 8 Gi-
gabytes. Si tenemos bibliotecas inmensas de vídeos, necesitaremos varios cientos 
de Gigabytes.
B) Grandes anchos de banda:
La calidad del vídeo es directamente proporcional al ancho de banda necesario 
para transmitirlo. Dependiendo de la calidad  y número de clientes simultáneos ob-
tendremos el ancho de banda necesario para poder ofrecer este servicio. También 
hay que tener en cuenta el ancho de banda consumido por la propia red local, por 
ejemplo entre el servidor de VoD y el servidor de almacenamiento en el caso que 
hubiera uno.
C) Servicio en tiempo real:
El tiempo de respuesta a las operaciones realizadas por el usuario del sistema (re-
producir, parar, avanzar...) ha de ser mínimo. Un sistema con una latencia enorme 
es inaceptable, por ejemplo tener que esperar varios minutos a que el cliente avan-
ce a un nuevo punto del flujo.
D) Calidad de servicio:
Es importante maximizar la calidad de la imagen y el audio, como asegurar la per-
fecta sincronización entre estos dos elementos. Si se producen muchas perdidas, 
empezaríamos a ver u oír distorsiones y/o cortes.
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Muchas veces el propio cliente no llega a los requisitos mínimos para poder suscribirse 
a un vídeo determinado, principalmente el ancho de banda. Por lo tanto, muchos servicios 
VoD ofrecen los mismos contenidos con diferentes niveles de calidad, correspondiéndole a 
cada uno, un ancho de banda mínimo necesario.
 2.4 Arquitectura de los sistemas VoD
 2.4.1 Introducción
A continuación, estudiaremos de forma muy breve las principales arquitecturas de los 
sistemas de Vídeo bajo Demanda. Veremos la arquitectura básica y sus componentes prin-
cipales, como algunas de las arquitecturas principales.
 2.4.2 Arquitectura básica de un sistema VoD
A continuación veremos la arquitectura básica de un sistema VoD siguiendo el tradicio-
nal modelo cliente-servidor (ver Figura 4).
Los principales componentes son, el servidor, la red y el cliente.
● Servidor:
El servidor es el conjunto de hardware y software necesario para cumplir lo fun-
ción principal de servir vídeo y proporcionar un flujo continuo de información (ví-
deo) con requisitos de tiempo real.
Independientemente del tipo de arquitectura (servidor centralizado, o un clúster de 
servidores), en general un servidor consiste de 3 subsistemas principales (ver Figu-
ra 5): Control, Almacenamiento y Comunicación.
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a) Subsistema de control:
Recibe y procesa las peticiones del cliente, cuando un nuevo cliente realiza una 
petición, el sistema determina si el servidor tiene los recursos necesarios para 
poder servir el vídeo (control de admisión).
b) Subsistema de almacenamiento:
Se encarga del almacenamiento de los contenidos, y de poder disponerlos de 
forma inmediata para poderlos enviar al cliente.
c) Subsistema de comunicación:
Se encarga de recibir los comandos y enviar el vídeo a los clientes. Este ejecuta 
una pila de protocolos de comunicación específicamente diseñados para esta ta-
rea como por ejemplo el protocolo RTP que veremos más adelante.
● Red:
La red se encarga de interconectar los distintos elementos que forman nuestro siste-
ma VoD. La red debe garantizar una latencia mínima, y cumplir los requisitos de 
velocidad y ancho de banda necesarios.
● Cliente:
El cliente o reproductor se encarga de enviar los comandos asociados al control de 
reproducción y este a la vez reproduce el contenido que va recibiendo del servidor.
El cliente esta formado por los siguientes subsistemas (ver  Figura 6): Núcleo de 
red, sistema de control, decodificador, buffers y el sistema de sincronización.
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a) Núcleo de Red:
El núcleo de red (netcore) ejecuta la misma pila de protocolos ejecutada por el 
servidor, para poder comunicarse con este. El núcleo se encarga principalmente 
de enviar los comandos del usuario, y recibir los flujos de vídeo del servidor.
b) Sistema de control:
El sistema de control traduce las operaciones entradas por el usuario de repro-
ducir, parar, avanzar, reproducción rápida, etc..., a comandos que serán envia-
dos al servidor.
c) Decodificador:
Se encarga de decodificar los datos recibidos en datos que puedan ser procesa-
dos por el hardware de vídeo o sonido. De esto se encarga la librería del códec 
asociado, que es recuperado de la biblioteca de códecs disponibles.
d) Buffers:
Es necesario guardar unos segundos del vídeo y el audio antes de reproducir-
los, ya que por muy buena que sea la red, nunca recibiremos los datos a la mis-
ma velocidad. Es decir, la variación de la latencia como hecho inevitable cau-
saría cortes en la reproducción mientras esperamos por más datos. 
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e) Sistema de sincronización:
Tanto el audio como el vídeo se codifican por separado en bloques indepen-
dientes, es necesario un sistema que garantice la sincronización de ambos flu-
jos. Si el vídeo tiene también subtítulos, estos también se encuentran separados 
en bloques independientes, y también sera necesario sincronizar los subtítulos.
 2.4.3 Algunas arquitecturas de los sistemas VoD
Para entender los tipos de arquitectura utilizados en los diferentes servidores VoD estu-
diados más adelante, veremos a continuación de forma muy breve las principales arquitec-
turas. Véase [cor03] para un estudio más profundo de cada arquitectura.
● Centralizada:
Un servidor centralizado al cual están conectados todos los usuarios del sistema a 
través de una red de comunicación.
● Servidores independientes/proxy:
La red de los usuarios se segmenta en varias redes conectadas a servidores inde-
pendientes o servidores proxy.
● Distribuida:
El servicio se distribuye entre los usuarios (Red P2P1). El propio cliente, actúa tam-
bién de servidor para otros clientes. Veremos más adelante, que uno de los servido-
res de vídeo puede actuar de cliente y servidor a la vez, pudiendo encadenar varios 
nodos entre si.
1 P2P: Del Inglés Peer-to-peer, red punto-a-punto o entre iguales. En las redes P2P, los nodos de la red actú-
an tanto de servidor como de cliente del servicio. Normalmente son redes sin servidores fijos, aunque 
existen conceptos híbridos, donde se utiliza el P2P conjuntamente con el modelo cliente-servidor.
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 2.5 Protocolos y políticas de servicio
 2.5.1 Protocolos
Un protocolo, es un conjunto de reglas y estándares que definen como se comunican 
entre si, dos máquinas, aplicaciones, u dos objetos en la programación orientada a objetos. 
Su función principal, es la de tener un formato común para la realización de comunicacio-
nes entre programas realizados por personas completamente diferentes. Por ejemplo, un 
desarrollador de un servidor web, siempre escogerá el protocolo HTTP, y no se inventará 
uno propio. De esta forma su servidor funcionara con navegadores que soporten HTTP, en 
caso contrario este desarrollador se vería obligado a escribir su propio navegador para su 
propio protocolo inventado. Es decir los protocolos tienen la función de evitar el caos que 
tendríamos si cada uno se inventara su propio lenguaje en el desarrollo de sus aplicaciones 
(aunque algunas empresas lo hacen de forma intencionada para acabar con la competencia 
y obtener la exclusividad del mercado)
A continuación, veremos de forma muy breve los diferentes protocolos involucrados 
en la transmisión de vídeo. Veremos principalmente: UDP, TCP, HTTP, FTP, RTSP, RTP, 
RTCP, SRTP, SRTCP, RSVP, IGMP y MMS.
● User Datagram Protocol (UDP):
Protocolo no orientado a conexión, ubicado sobre la capa IP (Internet Protocol). Es 
un protocolo no confiable, es decir no tiene ningún control que asegure que nuestro 
mensaje va a llegar a su destinación, tampoco asegura la entrega ordenada de los 
mensajes. Es el protocolo preferido y recomendado para ser utilizado en el vídeo 
bajo demanda, debido a que es mucho más rápido que TCP.
● Transmission Control Protocol (TCP):
Protocolo orientado a conexión, localizado sobre la capa IP (Internet Protocol):
Es un protocolo confiable, es decir nuestros datos siempre llegaran de forma orde-
nada, ya que implementa mecanismos de retransmisión en caso de que el receptor 
no confirme la recepción de los datos. También implementa mecanismos de control 
de congestión y control de flujo. Esto implica, que TCP es más lento que UDP.
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Normalmente TCP se utiliza para mensajes de control, y no se recomienda para la 
transmisión de vídeo aunque a pesar de ello se utiliza en algunas aplicaciones de 
vídeo. TCP no permite envío de mensajes multicast o broadcast.
● Hypertext Transfer Protocol (HTTP):
El estándar HTTP 1.1, localizado sobre el protocolo TCP, nos permite obtener cual-
quier bloque de un fichero alojado en el servidor web, mediante la utilización de 
las cabeceras 'Range'. Esto permite que el reproductor pueda saltar a cualquier pun-
to del flujo de video.
Normalmente este protocolo se utiliza para controlar un flujo que se recibe por 
udp/rtp, pero aunque no se recomienda, también se utiliza para transmitir el conte-
nido multimedia.
● File Transfer Protocol (FTP):
El protocolo de transferencia de ficheros se encuentra sobre el protocolo TCP, al 
igual que el HTTP, nos permite obtener cualquier bloque de un fichero alojado en 
el servidor FTP. Algunos clientes, permiten reproducir directamente un vídeo me-
diante este protocolo. No se recomienda el uso de este sistema ya que es muy inefi-
ciente.
● Real Time Streaming Protocol (RTSP):
Localizado sobre el protocolo TCP, se utiliza conjuntamente con el protocolo RTP 
para controlar la recepción del flujo. También es posible encapsular el RTP sobre 
este en casos de redes con cortafuegos muy restrictivos.
● Real-Time Transport Protocol (RTP):
Localizado sobre UDP, permite enviar datos en tiempo real. Este se utiliza para el 
envío de los flujos de vídeo y audio. Pero es necesario utilizar un protocolo de con-
trol para controlar como se envían estos flujos.
● Real Time Control Protocol (RTCP):
Localizado sobre UDP, se encarga del control de la calidad de servicio de un flujo 
transmitido por RTP.
● Secure Real-Time Transport Protocol (SRTP):
Igual que el RTP, pero los datos van cifrados.
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● Secure Real Time Control Protocol (SRTCP):
Igual que el RTCP, pero los datos van cifrados.
● Resource Reservation Protocol (RSVP):
Sobre la capa de red, se encarga de reservar recursos (rutas, ancho de banda, cana-
les) en las redes de interconexión, siempre y cuando los dispositivos de la red 
(host, router) lo soporten. Este proporciona mecanismos para controlar la calidad 
del servicio de un conjunto de flujos de datos.
● Internet Group Managemente Protocol (IGMP):
Sobre la capa IP, se encarga del control de grupos multicast.
● Microsoft Media Server Protocol (MMS):
Protocolo propietario1, y no estándar utilizado por aplicaciones restrictivas2 de ví-
deo de Microsoft. Algunos servidores y clientes lo soportan debido a la disponibili-
dad de información obtenida por ingeniería inversa.
 2.5.2 Políticas de servicio
Las políticas de servicio son todo el conjunto de políticas, o reglas que definen de que 
forma serán enviados los diferentes flujos de datos al los clientes. Su objetivo, es minimi-
zar el ancho de banda escogiendo la mejor política aplicable en cada caso.
Los servidores VoD, soportan las siguientes formas de enviar los flujos de datos a los 
clientes.
● Unicast:
El servidor dedica un flujo exclusivo por cada cliente. La destinación de los paque-
tes es la dirección del cliente.
1 Propietario: Ver nota al pie en página 17
2 Programario restrictivo: Ver nota al pie en página 7
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● Multicast:
El servidor envía un flujo a un grupo de clientes. La destinación de los paquetes es 
una  dirección multicast.  En  Ipv4 las  direcciones  multicast  son  de  la  clase  D 
(224.0.0.0-239.255.255.255), y en Ipv6 el bloque multicast lo forman todo el con-
junto de direcciones que empiezan con FF (1111 1111)
● Broadcast:
El servidor envía un flujo a todos los clientes de la red. La destinación de los pa-
quetes es la propia dirección de broadcast de la red.
 2.6 Servidores VoD
En el mercado podemos encontrar varias soluciones de servidores de VoD. A continua-
ción se presentan las principales soluciones actualmente disponibles.
 2.6.1 HTTP Server
Si optamos por la sencillez, podemos apostar por un servidor web. Éste no tendrá todas 
las características de un servidor de vídeo convencional; pero, a su vez, será más fácil de 
gestionar. Solamente será necesario disponer de suficiente espacio en el servidor dónde 
guardaremos nuestros recursos multimedia, a continuación los clientes sólo necesitarán co-
nocer la dirección URL para poder empezar a reproducir el vídeo.
Todo esto es posible, pues el estándar HTTP 1.1 nos permitirá situarnos en cualquier 
posición del flujo (seek). Ésto nos permitirá realizar las operaciones básicas que realiza 
cualquier programa con un fichero (open, close, seek, tell, read). Estas operaciones básicas 
se pueden traducir en diferentes peticiones HTTP, y por tanto, nuestro usuario tendrá una 
libertad total para desplazarse por el flujo.
En nuestro caso, toda la información llegará encapsulada sobre el protocolo de capa 
superior HTTP. El problema, es que, algunas veces, nos puede interesar la pérdida de pa-
quetes, y no nos interesará que haya retransmisiones, ya que al utilizar un protocolo orien-
tado a conexión como el TCP, a medida que se vaya enviando la información, de forma 
inevitable habrán pérdidas de paquetes de información, provocando que actúe el protocolo 
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TCP, el cual empezará a realizar retransmisiones y de esta manera se reducirá la velocidad 
de transmisión. Nuestro cliente no podrá continuar con la reproducción hasta que no haya 
recibido el fragmento del paquete perdido. En cambio, un protocolo no orientado a cone-
xión como el el UDP, nuestro servidor enviará la información a una velocidad negociada 
con el cliente, y de esta manera, se irá reproduciendo la información recibida independien-
te de las pérdidas que puedan ocurrir. Debido a que HTTP va montado sobre TCP, ésto 
puede ser un problema que no podremos evitar.
Es de destacar, que una buena implementación regulará la velocidad de transmisión de 
una manera más eficaz y nos determinará la calidad de transmisión ajustándose al nivel de 
compresión de los códecs.
Desgraciadamente, la gran mayoría de portales web, y servicios de vídeo disponibles 
en internet utilizan un servidor web como servidor de VoD. También algunos servidores de 
vídeo bajo demanda que veremos más adelante tienen un servicio HTTP para el control de 
la reproducción de los flujos, y para encapsular RTP en un túnel sobre HTTP1 en situacio-
nes en que el cliente se encuentra detrás de un cortafuegos muy restrictivo, que bloquea 
todo el tráfico no destinado a los puertos 80 (HTTP) y 443 (HTTPS) que suele ser muy co-
mún en muchos sitios.
También se puede hacer exactamente lo mismo con un servidor FTP, mediante un ser-
vidor que soporte peticiones que nos permitan recibir el flujo del fichero alojado a partir de 
un cierto punto del flujo (offset). Es muy raro, y no muy recomendable el uso de este pro-
tocolo para VoD, pero a dato de curiosidad VideoLan soporta la reproducción de un vídeo 
directamente desde un servidor FTP.
1 Túnel sobre HTTP: Existen aplicaciones, y/o módulos para Apache y otros servidores web, que nos per-
miten que un servidor web, pueda actuar de proxy entre una aplicación que se ejecuta en un puerto distin-
to  corriendo cualquier  tipo  de  protocolo.  Ver  http://www.google.com/search?q=http+tunel,  http://des-
proxy.sourceforge.net/, etc...
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Un ejemplo de servidor  web es Apache  [apa07].  Apache implementa el  protocolo 
HTTP/1.1, y con la configuración por defecto, podemos pedir que nos envié un trozo del 
fichero de vídeo alojado en el servidor. También podemos escribir un módulo a medida, 
que se encargue de servir los vídeos, de forma que podríamos implementar algunas optimi-
zaciones, etc...
 2.6.2 Apple QuickTime Streaming Server
Apple QuickTime Streaming Server [app07c] es el servidor de Vídeo Bajo demanda 
restrictivo, comercial y propietario de Apple. Este servidor se distribuye conjuntamente 
con las versiones servidor de Mac OS X. Es un servidor multimedia, basado en estándares 
altamente compatible, y de fácil uso. Nos permite alojar vídeos, añadiendo servicios multi-
media a nuestra web, u ofrecer contenido multimedia mediante cualquier otro mecanismo, 
ya sea para dispositivos móviles, set top boxes1, etc. Dispone también de una aplicación de 
publicación, que nos permite subir contenidos a nuestro servidor de una forma sencilla, rá-
pida, elegante y eficaz.
En la Figura 7 podemos observar un esquema básico del funcionamiento de este servi-
dor:
1. La primera aplicación captura y codifica el vídeo en tiempo real, y lo envía al ser-
vidor para su distribución en tiempo real.
2. Una segunda aplicación que se encarga de la gestión de la publicación de conteni-
dos, nos permite gestionar, configurar, añadir, modificar y eliminar contenido bajo 
demanda, listas de reproducción, etc.
3. El servidor, envía los flujos de vídeo mediante los protocolos RTP/RTSP a redes de 
área local, Internet, y redes inalámbricas.
1 Set Top Box (STB): Véase el apartado Set Top Box que vermos más adelante en la página 47, para más 
información.
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En la Figura 8 podemos observar la interfaz gráfica de configuración del servidor, en 
este caso podemos ver distintos botones que nos permiten modificar diferentes parámetros, 
y en la pestaña General, podemos modificar detalles como el directorio de los vídeos, el 
número máximo de conexiones permitidas, etc...
Según la documentación disponible, las características de este servidor son:
● Asegura que es compatible con la mayoría de los clientes disponibles sobre cual-
quier plataforma.
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● Puede reenviar flujos a otros servidores adicionales (en casos que queramos balan-
cear la carga entre diferentes servidores, etc...)
● Soporta los protocolos RTP/RTSP, tanto multicast como unicast.
● Soporta el protocolo compatible con Icecast1 sobre HTTP:
● Soporta H.264, MPEG-4 y 3GPP
● Permite enviar Vídeo en tiempo real de algunas fuentes de vídeo como una vídeo-
cámara.
● Soporta Vídeo Bajo demanda.
● Permite enviar vídeo, siguiendo una planificación ya especificada.
● Se puede administrar vía web o vía una interfaz gráfica.
 2.6.3 Darwin Streaming Server
Darwin [app07a] es el servidor de VoD de código abierto de Apple. Comparte el mis-
mo código base que la versión comercial comentada anteriormente.
Este servidor comparte las mismas características que la versión comercial, pero en 
este caso, solo distribuyen el servidor en si y no tiene las herramientas y extensiones adi-
cionales que son exclusivas de la versión comercial.
Este servidor nos permite transmitir vídeos a diferentes tipos de clientes soportados por 
Internet, una red local, redes inalámbricas, etc, mediante el uso de los protocolos RTP y 
RTSP. Al ser de código abierto, es un servidor altamente configurable y adaptable a nues-
tras necesidades, ya que podemos modificar, manipular y adaptar el código fuente del ser-
vidor pudiendo implementar fácilmente cualquier funcionalidad que necesitemos.
Este servidor esta recomendado para su uso por desarrolladores que necesitan enviar 
flujos de vídeo codificados en formatos Quick Time y MPEG-4 en plataformas alternativas 
a Mac, como pueden ser Windows, Linux, Solaris, etc. Este servidor esta soportado solo 
por la comunidad de código abierto, y no tiene en ningún momento soporte técnico de Ap-
1 Icecast: Véase el apartado Icecast que veremos más adelante en la página 38, para más información.
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ple. Apple se encarga del hospedaje de la web, herramientas, código, listas de correo, etc... 
para poder ser utilizadas por los desarrolladores de forma que puedan compartir ideas y 
discutir varios escenarios de uso de este servidor.
Para aquellos que quieran una versión de este servidor con soporte técnico, y o más ca-
racterísticas que no están disponibles en esta versión, se les recomienda adquirir el Apple 
Quick Time Streaming server, visto en el apartado anterior. Ambos servidores comparten 
el mismo núcleo, y este servidor en concreto esta disponible con la licencia pública Apple, 
la cual no es compatible con la GPL.
 2.6.4 RealNetworks Helix Server
Servidor de Vídeo Bajo demanda restrictivo, comercial y propietario de RealNetworks 
[rea07a].
Sus características más destacadas son:
● El número de flujos de vídeo soportados es directamente proporcional a la cantidad 
de dinero invertida en licencias.
● Soporta varios sistemas operativos (Windows, Linux oficialmente solo soportan 
una distribución en concreto y Solaris).
● Algunas funcionalidades están intencionadamente deshabilitadas  en algunas ver-
siones del servidor. (multicast, envío a otro servidor, soporte proxy etc...).
● Soporta los formatos RealAudio, RealVideo, Windows Media, QutickTime, MP3.
● No soporta 3GPP, H.263 y H.264  a no ser que se invierta en la licencia más cara 
del servidor (Server Unlimited).
Mientras la versión económicamente más cara del servidor soporta, multicast, envío a 
otros servidores, cache, redundancia, etc. Las versiones económicamente inferiores tienen 
una funcionalidad muy limitada.
Existe una versión de evaluación del servidor, que puede ser descargada a cambio de 
dar todos nuestros datos personales a RealNetworks.
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 2.6.5 Helix DNA Server
Servidor de VoD de código abierto, pero distribuido con una licencia restrictiva, de Re-
alNetworks. Comparte el mismo código base que la versión comercial comentada anterior-
mente [rea07b].
Al igual que Apple con el Darwin Streaming Server, este servidor también comparte 
las mismas características que la versión comercial, pero en este caso no soporta los for-
matos de Real, como tampoco soporta un serie de características que solo están presentes 
en las versiones comerciales. Digamos que solo han abierto el código de los componentes 
más básicos del servidor.
En la Figura 9 podemos ver un esquema de la plataforma Helix, tenemos un dispositi-
vo productor que se encarga de capturar, codificar y enviar el vídeo al servidor Helix, y 
luego los diferentes tipos de clientes (ordenador, STB, móvil, etc...) acceden al vídeo en 
cuestión.
En la Figura 10 podemos observar un esquema de la arquitectura del servir Helix, don-
de podemos ver la relación entre los diferentes módulos que forman el servidor, y como 
estos interactúan con la fuente de vídeo y los clientes.
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 2.6.6 Microsoft Windows Media Server
Servidor  de Vídeo Bajo demanda restrictivo, comercial y  propietario  de Microsoft 
[mic07a].
Este servidor viene de serie en algunas licencias de Windows Server 2003. Dependien-
do del tipo de licencia de windows server adquirido, y dependiendo de la cantidad de dine-
ro invertida tendremos más o menos características disponibles.
En la Figura 11, podemos observar la interfaz gráfica de configuración de este servi-
dor, en este caso vemos un árbol a la izquierda que nos permite navegar por las diferentes 
opciones de configuración, y en el panel de la derecha, podemos observar el panel de edi-
ción de los contenidos disponibles en el servidor.
En la Figura 12 podemos ver un esquema de un posible escenario donde podría funcio-
nar este servidor, con el tipo de servicios que este ofrece.
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Figura 10: Arquitectura del servidor Helix. © RealNetworks
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Sus características más destacadas son:
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Figura 11: Interfaz de administración de Windows Media Server © Microsoft
Figura 12: Esquema de Windows Media Server © Microsoft
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● El número de flujos de vídeo soportados es directamente proporcional a la cantidad 
de dinero invertida en licencias.
● Solo funciona en Windows, precisamente la única forma de adquirir el software es 
mediante la compra de una licencia de Windows Server.
● Algunas funcionalidades están intencionadamente deshabilitadas en función del 
tipo de licencia de windows server. (multicast, envío a otro servidor, soporte proxy, 
sistema de plugins, planificador de programación, etc...)
● Soporta los protocolos MMS, HTTP y RTSP
● Soporta el formato Windows Media.
La gran diferencia entre los servidores vistos anteriormente y este último, es la falta de 
una versión comunitaria de código abierto.
 2.6.7 VideoLAN Server
VideoLAN es un proyecto libre de código abierto de una plataforma de vídeo, inclu-
yendo reproductor, servidor y otros plugins [vid07].
La primera gran característica diferenciadora entre los servidores vistos anteriormente 
y VideoLAN radica en que la misma aplicación puede funcionar tanto como un simple re-
productor como servidor.
Proyectos principales de VideoLAN:
● VLC: Aplicación escrita en C/C++, servidora y cliente de flujos de vídeo. Actual-
mente en desarrollo, y la que vamos a ver más de cerca a continuación.
● VLS: Aplicación escrita en C++, servidora de flujos de vídeo. VLS ya no se desa-
rrolla, y su existencia es solo histórica. Toda la funcionalidad de VLS forma ya 
parte de VLC. Precisamente ya no se recomienda el uso de VLS.
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En la Figura 13 podemos observar los componentes que conforman la plataforma de 
VideoLAN, podemos ver diferentes tipos de servidores, vlc, el antiguo vls, o un servidor 
VoD (web, Darwin, etc), se muestran los diferentes tipos de formatos y señales de entrada 
(DVD, Satélite, Sistema de ficheros, televisión digital terrestre, etc.), como también los 
distintos tipos de clientes soportados (PDA, ordenador, STB, móvil, etc...)
VideoLAN soporta la gran mayoría de plataformas disponibles, esta disponibilidad de-
pende del soporte ofrecido por algunas librerías, de forma que las características varían se-
gún la plataforma. Esta es también una de las grandes diferencias respecto a los otros ser-
vidores, que soportaban una o muy pocas plataformas y sus características están en fun-
ción del precio.
Características principales:
● Soporta múltiples plataformas, entre estas Windows, Mac OS X, Linux, BeOS, 
FreeBSD, OpenBSD, Familiar Linux, etc... (más que ninguno de los otros servido-
res vistos anteriormente)
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Figura 13: Plataforma VideoLAN © VideoLAN
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● Protocolos: RTSP, UDP, RTP, HTTP, FTP (solo recepción), MMS, MMSH1, SAP2, 
IGMPv3
● Soporta Multicast y Unicast sin ningún tipo de limitación ni restricción. (Recorde-
mos que muchos servidores vistos anteriormente habilitan el soporte multicast en la 
licencia más cara del servidor)
● Formatos soportados: MPEG (ES,PS,TS,PVA,MP3), ID3 tags, AVI, ASF, WMV, 
WMA, MP4, MOV,  3GP,  OGG, OGM, Annodex, Matroska,  WAV (incluyendo 
DTS), RAW audio (DTS, AAC, AC3/A52), RAW DV, FLAC, FLV (Flash). Ver ta-
bla en el apéndice A.
● Soporta vídeo bajo demanda, parrillas de programación, etc.
● Es posible recibir un flujo de vídeo de un servidor, y enviarlo a otro cliente mien-
tras se visualiza.
● Es posiblemente uno de los  muy pocos servidores/reproductores,  que permiten 
guardar el vídeo en el disco.
● No tiene el defecto de diseño popularmente conocido como DRM3, la gran mayoría 
llevan ese defecto de serie.
● Soporta subtítulos
● Filtros de manipulación, recodificación de vídeo, etc.
● Interfaces gráfica (WxWidgets o Qt4), consola, telnet, web, soporte de skins, etc.
● Plugin para Iceweasel, Firefox®, y otros navegadores basados en el motor Gecko.
1 MMSH: Protocolo MMS sobre HTTP
2 SAP: Session Announcement Protocol (RFC2974), es un protocolo utilizado para anunciar flujos de ví-
deo, canales, listas de reproducción etc.
3 DRM: Digital Rights Management. Este sistema limita el uso de un producto de forma intencionada, inva-
de la privacidad del usuario, y limita las libertades del usuario. Características como auto-borrado, envío 
de informes de uso al autor, limite del número de reproducciones, como limitar el tipo de hardware utili-
zado,  y  un  consumo  realmente  inútil  de  batería  en  sistemas  portátiles.  Muy  recomendable  ver 
http://www.defectivebydesign.org para más información sobre este defecto de diseño.
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● Permite transmitir vídeo desde dispositivos de captura, DVD, VCD, SVCD, DVB1, 
etc.
 2.6.8 Otros servidores
A continuación veremos brevemente algunos otros servidores de vídeo bajo demanda.
 2.6.8.1 Icecast Server
Icecast [ice07] es un servidor de streamming principalmente de audio, pero también 
soporta vídeo en sus ultimas versiones.
Es un proyecto de código libre mantenido por la Fundación Xiph.org.
Los protocolos utilizados son HTTP y SHOUTcast2,  y los formatos soportados son 
Vorbis, MP3, AAC, NSV y Theora. Precisamente Vorbis y Theora son formatos de audio y 
vídeo diseñados por la fundación Xiph.org.
 2.6.8.2 Kasenna
Kasenna ha desarrollado una plataforma de VoD a medida [kas07]. Distribuye tanto 
hardware como software dedicado y optimizado a ofrecer servicios de VoD.




● Se basa en los estándares.
● Funcionamiento sobre sistemas SGI, Sun, Linux.
● Formatos MPEG, H.264, etc.
1 DVB: Salida del decodificador de Televisión Digital Terrestre.
2 SHOUTcast: Protocolo multiplataforma para streamming de audio desarrollado por Nullsoft.
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● Plataforma de desarrollo (SDK).
 2.6.8.3 Concurrent
Concurrent [ccu07] dispone de una plataforma de VoD  y  en tiempo real para Linux 
diseñada a medida para diferentes tipos de clientes (proveedores de servicio, hoteles, etc.). 
Distribuye tanto hardware como software dedicado y optimizado a ofrecer servicios de 
VoD.
Al igual que Kasenna, también se basa en los estándares, y dispone de entornos de de-
sarrollo específicos para personalizar la aplicación a medida.
 2.6.8.4 BitBand
BitBand [bit07], dispone de su propia plataforma de soluciones VoD. Distribuye tanto 
hardware como software dedicado y optimizado a ofrecer servicios de VoD.
En la Figura 15 podemos observar una fotografía del modelo Vision 880.
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Figura 14: Arquitectura de la plataforma Kasenna © Kasenna
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Características destacadas:
● Servicio VoD, NVoD (Near Video on Demand), TV-on-Demand, Enhanced TV.
● Formatos MPEG, H.264, VC1.
● Protocolos RTSP, RTP, Raw UDP.
● Número de puertos RJ-45 en función del tipo de servidor.
● Administración HTML y SNMP
● Alimentación dual (redundante)
● RAID interna. Una capacidad de unos 6.3 TB por servidor, dependiendo del tipo de 
servidor.
 2.6.8.5 C-COR
C-COR [cco07], al igual que los anteriores también dispone de su propia plataforma de 
soluciones VoD. Distribuye tanto hardware como software dedicado y optimizado a ofre-
cer servicios de VoD.
También ofrece tecnología de inserción de publicidad en tiempo real.
 2.6.8.6 Entone
Entone [ent07], también dispone de su propia plataforma de soluciones VoD. Distribu-
ye tanto hardware como software dedicado y optimizado a ofrecer servicios de VoD. Ento-
ne se centra principalmente en televisión bajo demanda y redes multimedia domesticas.
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Figura 15: BitBand Vision 880 Server © BitBand
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 2.6.8.7 SeaChange
SeaChange [sea07], también dispone de su propia plataforma de soluciones VoD. Dis-
tribuye tanto hardware como software dedicado y optimizado a ofrecer servicios de VoD.
Al igual que C-COR, dispone de varias formas de distribuir publicidad a medida en 
función de la zona y/o perfil del usuario del sistema.
 2.6.8.8 Más servidores
Otros servidores y/o sistemas VoD:
 Flumotion: Ver http://www.flumotion.net 
 OpenTV: Ver http://www.opentv.com
 XL2 Media Server: Ver http://www.jet-stream.nl/servers/XL
 VoDKA: Ver http://vodka.lfcia.org
 Flash Media Server: Ver http://www.adobe.com/products/flashmediaserver/
 Red5 Open Source Flash Server: Ver http://osflash.org/red5
 2.7 Reproductores de vídeo
Es necesario, conocer al menos los principales reproductores que pueden utilizar los 
servidores mencionados anteriormente. Existen muchos reproductores, así que nos centra-
remos en enumerar los principales, y a grandes rasgos sus características principales.
Es posible mezclar reproductores de diferentes desarrolladores con servidores de otros 
desarrolladores, pero a veces no obtendremos el funcionamiento esperado. Por ejemplo, si 
utilizamos VideoLAN como aplicación servidora, el propio cliente de VideoLAN funciona 
perfectamente,  pero otros reproductores dan algún fallo. Hay muchas combinaciones a 
probar, y aunque hay unos estándares a seguir no todos los desarrolladores los siguen fiel-
mente, o algunas funcionalidades o características especificas del estándar todavía no han 
sido implementadas en algún que otro reproductor o servidor.
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A continuación se presentan las principales aplicaciones de reproducción, y dispositi-
vos o aparatos (ordenadores) que contienen este programario de forma preinstalada y están 
ya listos para funcionar.
 2.7.1 Quick Time
Quick Time, es el reproductor restrictivo, propietario y comercial de Apple [app07b]. 
El reproductor esta disponible solo par Windows y MacOS. Existen dos licencias del re-
productor, una gratuita con ciertas limitaciones de funcionamiento, y la profesional. Sopor-
ta principalmente los formatos y/o contenedores MOV y MPEG. Los protocolos soporta-
dos son HTTP y RTSP (RTSP implica el uso de RTP, ya sea directamente o en un túnel).
El reproductor funciona tanto de forma independiente, y también esta disponible como 
plugin para Internet Explorer , Mozilla Firefox y compatibles.
 2.7.2 Real Player
RealPlayer es el reproductor restrictivo, propietario y comercial de RealNetworks [re-
a07c], esta disponible para Windows, Linux y MacOS. Comparte el código base con el re-
productor Helix. Soporta los formatos de Real, Vorbis, OGG, como los protocolos HTTP y 
RTSP. Existen plugins del reproductor tanto para Internet Explorer como Mozilla Firefox y 
compatibles.
 2.7.3 Helix Player
Helix Player, comparte exactamente el mismo código que Real Player, pero la diferen-
cia radica en la licencia, y en los formatos soportados [rea07d].
El código fuente de Helix se distribuye con una licencia libre, mientras que RealPlayer 
es un reproductor de código cerrado. Helix no soporta los formatos de Real.
También esta disponible su versión en plugin para Mozilla Firefox.
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En la Figura 16 podemos observar la interfaz gráfica del reproductor Helix, podemos 
observar sus controles de reprodución, y un barra de herramientas que nos permite abrir, 
reproducir, etc...
 2.7.4 Windows Media Player
Windows Media Player [mic07b] es un reproductor restrictivo, comercial y propietario 
de Microsoft. Solo esta disponible para windows. Los formatos soportados dependen ex-
clusivamente de los plugins instalados en el sistema operativo (por defecto solo soporta los 
contendores/formatos avi, wma, wmv). Soporta los protocolos RTSP, HTTP y MMS. Tiene 
DRM de serie, y su funcionamiento viola en muchos casos la privacidad del usuario, debi-
do al envío continuo de información a Microsoft de como usamos su fantástico reproduc-
tor. (Por ejemplo con solo actualizar el reproductor a la última versión, Microsoft nos obli-
ga a revalidar la licencia del operativo, y hay bastantes casos reales de licencias legales 
que fallan perfectamente la validación, impidiendo así el uso del reproductor, y incluso 
bloqueando por completo el sistema operativo.)
El plugin ActiveX del reproductor esta disponible para Internet Explorer, aunque las 
versiones para windows de algunos navegadores soportan una interfaz al plugin. Pero por 
defecto no existe un plugin especifico para estos últimos.
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 2.7.5 Flash Player
Flash [fla07] es una tecnología propietaria y restrictiva de Adobe Systems (antes Ma-
cromedia), dentro de sus posibilidades en la creación de animaciones, existe la posibilidad 
de reproducir vídeo. El reproductor de flash, se encuentra disponible gratuitamente como 
plugin para la gran mayoría de navegadores y sistemas operativos. Últimamente muchas 
aplicaciones que ofrecen servicios de vídeo lo están utilizando bastante frente a los otros 
plugins. Por ejemplo, algunos portales (algunos los veremos más adelante) han dejado de 
utilizar otros plugins como el de windows media, quicktime etc, y ahora ofrecen el vídeo 
bajo un reproductor de vídeo hecho en flash (es decir han migrado). Flash solo soporta ví-
deo codificado en formato FLV (flash vídeo), y solo soporta los protocolos HTTP y RTMP. 
RTMP es un protocolo propietario y cerrado de Adobe Systems utilizado por su aplicación 
comercial conocida como Flash Media Server.
 2.7.6 Xine
Reproductor libre de código abierto [xin07]. Este soporta la gran mayoría de formatos 
y protocolos, pero depende exclusivamente de si es distribuido en todo su esplendor, o una 
versión recortada de este reproductor. Muchas distribuciones Linux distribuyen una ver-
sión muy limitada del reproductor por problemas legales y de patentes, con lo que es nece-
sario instalar manualmente los códecs y plugins eliminados para poder reproducir la gran 
mayoría de formatos existentes.
Aunque soporta el protocolo RTSP, actualmente no reconoce algunos servidores RTSP, 
especialmente todavía no funciona muy bien con el servidor de VideoLAN. Hasta la fecha 
el autor de esta memoria no conoce de la existencia de ningún plugin que permita incrustar 
Xine dentro del navegador, pero si existen plugins y/o extensiones como un simple cambio 
de configuración en el navegador que permiten lanzar el reproductor como aplicación ex-
terna.
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En la Figura 17 podemos observar la interfaz del reproductor Xine, con la piel (Skin) 
que viene por defecto. Tenemos dos ventanas, una donde visualizamos el vídeo, y otra que 
imita el aspecto de un aparato de reproducción, con una serie de controles que nos permi-
ten el control de la reproducción, abrir y cerrar nuevos vídeos desde diferentes dispositivos 
de entrada de vídeo (sistema de ficheros, web, RTSP, VCD, DVD, DVB, etc...)
 2.7.7 Mplayer
Al igual que Xine, MPlayer [mpl07a] es otro reproductor libre de código abierto. Tiene 
los mismos problemas que Xine respeto a la distribución de plugins y códecs de algunos 
formatos legalmente conflictivos.
Puede reproducir casi cualquier cosa, y soporta la gran mayoría de protocolos. En las 
pruebas realizadas con el servidor de VideoLAN, este si funciona con este, pero debido a 
un problema aún sin resolver, este no detecta el número de imágenes por segundo del ví-
deo, y es necesario pasarlo manualmente al reproductor.
Existe también un plugin desarrollado, que permite incrustar el reproductor dentro del 
navegador Mozilla Firefox y compatibles. Mas información en referencia [mpl07b]
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En la Figura 18 podemos ver el aspecto de la interfaz del reproductor mplayer, al igual 
que xine tenemos una ventana donde visualizamos el vídeo, y una interfaz en esto caso la 
versión GTK, donde podemos controlar la reproducción, como poder abrir otro vídeo, 
etc...
 2.7.8 VideoLAN
Anteriormente, ya hemos comentado todos los formatos que soporta el cliente de Vide-
oLAN. Como hemos visto anteriormente existe un plugin para incrustar el reproductor tan-
to para Internet Explorer como Mozilla Firefox y compatibles.
En la Figura 19 podemos observar la interfaz de VideoLAN, en este caso, tanto la sali-
da de vídeo como el control de reproducción se realizan desde la misma ventana. Tenemos 
una barra de menús que nos permiten realizar varias acciones, como controlar la reproduc-
ción, abrir otro vídeo, lanzar un asistente, ejecutar el cliente en modo servidor, etc...
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 2.7.9 Set Top Box
Un Set Top Box, es básicamente un ordenador, un conjunto de hardware que ejecuta 
una aplicación cliente de un sistema de VoD.
Existen diferentes tipos, con diferentes características. Con o sin disco duro, posibili-
dad de utilizarlo para otras tareas o no, etc. Podemos encontrar dispositivos que corren 
como sistema operativo un Linux, un Windows Mediacenter, u otro. Los reproductores uti-
lizados para acceder al servicio de VoD, son muchas veces versiones modificadas a medida 
de algunas de las aplicaciones vistas anteriormente.
En la Figura 20 podemos observar la fotografía un un STB.
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 2.7.10 Otros Dispositivos
Existen otros muchos dispositivos, como teléfonos móviles, PCs de bolsillo, vídeo con-
solas, etc... que también pueden ejecutar una aplicación cliente de un servicio de Vídeo 
bajo Demanda en concreto. Muchos proveedores de telefonía ofrecen ya sus propios servi-
cios específicos de VoD. Específicamente, todos los dispositivos que soporten la tecnolo-
gía 3G (3ª generación), pueden reproducir vídeos en formato 3GP, alojados en servidores 
de vídeo que soporten este formato.
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Figura 20: Fotografia de un STB © Advanced Di-
gital Broadcast (http://www.adbglobal.com)
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3. Estudio de Gestores / Catálogos
 3.1 Introducción y clasificación
Algunos de los servidores de vídeo descritos en el capítulo anterior, tienen herramien-
tas administrativas especificas para gestionar el servidor y sus contenidos. Algunos, sim-
plemente no tienen ninguna aplicación, y solo se pueden gestionar por linea de comandos. 
Existen principalmente: Interfaces  gráficas propias del servidor,  telnet, snmp, via web 
(http), o mediante el uso de plugins, modificación manual de ficheros de configuración, o 
mediante modificación incluso del código fuente. A continuación, veremos una serie de ca-
tálogos y/o servicios de vídeo bajo demanda.
Muchos de los servicios que vamos a ver ahora, se caracterizan en que el usuario del 
servicio, es el que sube, clasifica y califica los vídeos disponibles. En cambio, en otros ser-
vicios, existen una interfaz administrativa, muchas veces propia ya del propio servidor, que 
es utilizada para dar de alta los vídeos. Es más difícil encontrar ejemplos y/o documenta-
ción de este último tipo de interfaces debido a que son productos muy personalizados y he-
chos a medida por o para el propio proveedor de servicios VoD.
Podemos clasificar los diferentes servicios de VoD que vamos a ver a continuación en 
dos grandes categorías: Servicios sociales y servicios comerciales. Aunque algunos son hí-
bridos.
● Servicios Sociales: Los servicios sociales ofrecen material gratuito, los vídeos son 
mayoritariamente cortos y de baja calidad, los usuarios se encargan en gran parte 
de subir contenidos al sistema, aunque otros contenidos como trailers de películas 
suelen ser adquiridos en exclusiva por algún portal durante algún tiempo. No todo 
el contenido es de corta duración, todas aquellas películas que de alguna forma han 
entrado dentro del domino público están disponibles en estos servicios. También 
podemos encontrar conferencias, demostraciones, tutoriales, que pueden durar per-
fectamente 2 horas.
● Servicios Comerciales: En los servicios comerciales, podemos encontrar ya largo-
metrajes. Estos estarán disponibles tan pronto como la distribuidora le otorgue la li-
cencia pertinente al proveedor del servicio. Se pueden dar casos, que haya pelícu-
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las que estén en exclusiva disponibles en un determinado servicio de VoD varios 
días antes a que salga al público en general. En estos servicios el usuario paga una 
cuota mensual, el vídeo concreto, o ambos.
 3.2 Servicios de Vídeo
 3.2.1 Google Video
Google [goo07] ofrece servicios de VoD tanto gratuitos como de pago por vídeo. Goo-
gle ofrece sus servicios tanto mediante el uso de su portal web, como el uso de un repro-
ductor específico de Google. Google entra dentro de ambas categorías, es decir se conside-
ra tanto un servicio social como comercial.
Las características de este servicio son:
● Utiliza un reproductor realizado en Flash
● Permite subir vídeos de tamaño y duración ilimitados.
● El buscador de vídeos, es por supuesto la característica principal del servicio, per-
mitiendo buscar por nombre, palabras, idioma, duración, genero, precio, etc.
● Actualmente el servicio de compra de Vídeo esta solo disponible en los EEUU.
● Utiliza es sistema de clasificación por marcas o etiquetas, conocido en Inglés con 
el termino tag. El sistema se basa en que los usuarios asignan palabras clave a los 
vídeos, mejorando así la clasificación y posterior búsqueda.
● Utiliza tecnología AJAX1, popularmente conocida como la Web 2.0
● Sistema de calificación de los vídeos. Permite a los usuarios calificar los vídeos de 
1 a 5 estrellas.
● Sistema de comentarios: Los usuarios, pueden comentar los vídeos, fijar enlaces a 
una parte determinada del flujo del vídeo, y el sistema también incluye la posibili-
dad de marcar aquellos comentarios que sean spam.
1 AJAX: Ver definición en la página 67.
Página 50
Gestor de contenidos de vídeo bajo demanda Alberto Montañola Lacort
● Permite enviar por correo, publicar en una web, foro o en un blog el vídeo de for-
ma incrustada.
● Posibilidad de ver los vídeos a tamaño original, de ventana o pantalla completa.
● En modo reproducción, tendremos una lista de reproducción con el resto de vídeos 
correspondientes o relacionados con la búsqueda que hemos realizado.
● Permite ver todos los vídeos que un usuario ha subido
● El sistema construye una lista de vídeos relacionados con el que estamos viendo.
● El sistema guarda, genera y muestra estadísticas del uso del vídeo (número de vi-
sualizaciones y rango del vídeo clasificados por correo, incrustadas y totales dia-
rias y de toda la vida).
● Control de volumen, y servicio VoD real, el reproductor acepta reproducir el vídeo 
desde cualquier punto del flujo (algunos otro portales no lo soportan hasta que no 
se haya descargado el vídeo hasta el punto solicitado)
● El sistema genera varias previsualizaciones de diferentes puntos del flujo de vídeo, 
y nos permite saltar directamente a estos.
● El sistema nos permite descargar los vídeos en 2 formatos (avi y mp4)
● Podemos ver tanto el nombre del vídeo, la duración, la fecha de publicación, la 
descripción y el autor que ha subido el vídeo.
● Soporte para subtítulos.
En la Figura 21 podemos observar una captura del portal de Google vídeo en acción. A 
la izquierda se encuentra el reproductor flash donde podemos desde ver la película, hasta 
controlar su reproducción. A la derecha tenemos un panel que nos permite navegar por la 
lista de reproducción, añadir y ver comentarios, ver información y detalles sobre el vídeo, 
estadísticas, poder ver y añadir etiquetas, etc. En la parte superior, se encuentra el busca-
dor de vídeos, y una pequeña barra de menús desplegables que nos permiten navegar de 
forma rápida entre diferentes categorías de vídeos, como también un botón que nos permi-
te publicar vídeos.
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 3.2.2 YouTube
Al igual que Google Vídeo, YouTube [you07] ofrece servicios de VoD muy similares. 
YouTube ha sido recientemente adquirido por Google. Actualmente, YouTube es uno de 
los servicios popularmente más conocido y usado por la comunidad social de Internet. 
YouTube se considera un servicio de vídeo social.
Las características de este servicio son:
● Utiliza un reproductor realizado en Flash
● Limita la duración a 10 Minutos y el tamaño a 100MB.
● Incorpora buscador.
● Sistema de clasificación por marcas o etiquetas.
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● Utiliza tecnología AJAX.
● Sistema de calificación de los vídeos. Permite a los usuarios calificar los vídeos de 
1 a 5 estrellas.
● Sistema de comentarios.
● Permite enviar por correo, publicar en una web, foro o en un blog el vídeo de for-
ma incrustada.
● Posibilidad de ver los vídeos a tamaño original, de ventana o pantalla completa.
● En modo reproducción, tendremos una lista de reproducción con otros vídeos rela-
cionados, del mismo usuario que ha subido el vídeo, y que listas de reproducción 
incluyen este vídeo.
● El sistema guarda, genera y muestra estadísticas del uso del vídeo (número de vi-
sualizaciones, comentarios, añadido a favoritos, y relación de sitios que enlazan el 
vídeo).
● Control de volumen y servicio de VoD no real, es necesario haber descargado hasta 
la parte correspondiente del el vídeo para poder saltar hasta allí.
● Podemos ver tanto el nombre del vídeo, la duración, la fecha de publicación, la 
descripción y el autor que ha subido el vídeo.
● El sistema también clasifica los vídeos por canales, grupos y categorías.
En la Figura 22 podemos observar la interfaz de YouTube, a la izquierda esta el repro-
ductor con los controles, debajo de este están enlaces para publicar, recomendar o enviar el 
vídeo, y a continuación los comentarios. En la columna central se encuentran detalles del 
vídeo, la lista de reproducción, etc. En la columna de la derecha se ven anuncios de vídeos.
Página 53
3. Estudio de Gestores / Catálogos
 3.2.3 Metacafe
Metacafe (ver [met07]), al igual que los dos servicios anteriores, tiene características 
muy similares, y algunas distintas. Este se clasifica como servicio social.
Unos de los detalles que lo diferencia de los otros servicios son:
● No solo se utiliza solo para vídeo, sino que también es posible encontrar otros re-
cursos como imágenes, animaciones flash, etc.
● Tiene un filtro de contenidos, mientras los términos de uso de los otros servicios li-
mitan el tipo de contenidos permitidos, este servicio es un poco más permisivo, y 
califica el contenido por edades. (+13 años, +18, etc.)
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Estas características no son exclusivas de este portal, existen muchísimos otros porta-
les/servicios de VoD, y algunos servicios se especializan en algún tipo de contenido en 
concreto.
 3.2.4 iTunes
iTunes [itu07] es un servicio comercial de Apple, restringido exclusivamente a usua-
rios de Windows y MacOS (El resto de usuarios, no puede usar el servicio).
Para poder usar el servicio, a parte de tener disponible una tarjeta de crédito y win-
dows o MacOS, necesitamos instalar el software iTunes. Con este software, podremos ac-
ceder al portal/tienda para comprar música y vídeos de forma digital. Una vez realizada la 
compra, tendremos permiso para ver y oír bajo unas fuertes restricciones el contenido al-
quilado. Tenemos permiso limitado para transferir el contenido al reproductor externo (el 
sistema solo permite usar específicamente el reproductor de Apple, con el nombre de Ipod, 
el resto de reproductores/dispositivos están prohibidos). Las fuertes protecciones DRM del 
sistema evitan tanto la transferencia a otros dispositivos como a otros ordenadores, a la vez 
que solo tendremos permiso para poder escuchar y ver aquel contenido solo si el autor lo 
desea, durante el tiempo que este desee, y como este desee.
 3.2.5 Imagenio
Imagenio [ima07], es el servicio de VoD de Telefónica.
Para poder utilizar este servicio, tenemos que contratar el servicio a Telefónica. Nece-
sitamos un router ADSL2+, y un Set Top Box. El proveedor del servicio ya se encarga de 
entregar los aparatos al cliente, y de cobrar el alquiler de estos. Para tener acceso al servi-
cio en sí, hay que pagar una cuota mensual. La compra de vídeos se contabiliza a parte.
Los clientes a parte de poder ver los diferentes canales de televisión, también pueden 
acceder al servicio de Videoclub, donde podrán comprar las películas que desean ver desde 
sus televisores, mediante un portal web diseñado para esta funcionalidad. Una vez realiza-
da la compra, empezamos a recibir el vídeo, del cual podremos controlar su reproducción 
totalmente como si se estuviera reproduciendo localmente.
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Actualmente, existen muchos más servicios de VoD ofrecidos por otros operadores. 
Imagenio fue uno de los primeros en aparecer en España. Pero anteriormente, en otros lu-
gares del mundo como en EEUU, hace tiempo que ya existían servicios de VoD.
 3.2.6 Más servicios de vídeo
Hemos visto algunos pocos servicios de VoD de los muchos que hay, pero existen mu-
chos más.
 Jazztelia: Servicio comercial de televisión de Jazztel (Actualmente no tiene servi-
cios VoD pero están previstos para el futuro). Ver http://www.jazztelia.com/
 Ono: Ofrece servicios VoD, bajo el nombre comercial de Ojo. Ver http://www.o-
no.es
 Ifilm: Otro servicio VoD social. Ver http://www.ifilm.com 
 Dailymotion:  Otro servicio VoD social. Ver http://www.dailymotion.com
 Blip.tv:  Otro servicio VoD social. Ver http://blip.tv
 Ning:  Servicio que permite crear portales que ofrecen servicios VoD social. Ver 
http://www.ning.com 
 Eyespot: Otro servicio VoD social. Ver http://eyespot.com
 Grouper: Otro servicio VoD social. Permite edición, y mezcla. Ver 
http://grouper.com
 Jumpcut: Otro servicio VoD social. Permite edición, y mezcla. Ver 
http://jumpcut.com/
 Ourmedia: Otro servicio VoD social. Ver http://ourmedia.org
 Revver: Otro servicio VoD social. Ver http://revver.com
 Vimeo: Otro servicio VoD social. Ver http://vimeo.com
 vSocial: Otro servicio VoD social. Ver http://vsocial.com
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 SoapBox: Servicio VoD de Microsoft. Se caracteriza por un portal muy pesado, 
tarda mucho en cargarse y consume muchos recursos del cliente. Ver: 
http://soapbox.msn.com/
 3.3 Proyectos libres
Anteriormente hemos visto una serie de servicios de VoD. Algunos ofrecen sus servi-
cios de forma comercial, y otros son de uso publico y social. Pero todos estos servicios tie-
nen una cosa en común. Todos son sistemas cerrados, muchas de las aplicaciones usadas 
son de desarrollo propio o desarrolladas por otras empresas. No tenemos en ningún mo-
mento acceso al código fuente de forma completamente libre. Es decir, no existe ninguna 
aplicación en concreto que podamos descargar libremente, instalar en nuestro servidor, y 
ponernos a ofrecer servicio de VoD. Si queremos instalar por ejemplo otra aplicación, 
como unos foros de discusión, si que existen aplicaciones que podemos descargar y insta-
lar directamente, y ofrecer el servicio en menos de 15 minutos.
A continuación, veremos los proyectos libres que existen actualmente, a fecha de reali-
zación de este trabajo, que se pueden utilizar para VoD.
Anteriormente, vimos una serie de servidores de VoD, estos solo son una pieza del sis-
tema global en si, y ya vimos que muchos de estos servidores, las herramientas de admi-
nistración y gestión de los contenidos solo se podían adquirir de forma comercial.
● GnuTube: Clon libre de YouTube. Actualmente están en proceso de planificación. 
Ver: http://sf.net/projects/gnutube
● Lulop2:  Plataforma de distribución de vídeo y audio. En desarrollo. Lenguajes 
PHP y Perl, Licencia GPL. Ver http://lulop2.sf.net 
● Afoto: Simplemente una galería de fotos y vídeos. Ver http://afoto.sf.net 
● Dalbum: Otro galería de fotos y vídeos. Ver http://www.dalbum.org
Existen muchas galerías de fotos, que también permiten guardar vídeos, pero simple-
mente se limitan a guardar los vídeos en el propio servidor web. Aplicaciones especificas 
de VoD hay muy pocas.
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4. Análisis de Requisitos
 4.1 Visión general de la aplicación / Portal
Queremos diseñar una aplicación sencilla de utilizar, con el objetivo de ofrecer un ca-
tálogo de vídeos hospedados en un sistema VoD.
La aplicación mostrará de forma organizada, mediante categorías todo el catálogo dis-
ponible. El usuario podrá de forma muy sencilla, navegar por el catálogo, elegir un vídeo 
determinado y empezar a reproducirlo de forma inmediata respectando los requisitos VCR 
de las aplicaciones VoD.
Adicionalmente queremos poder administrar la aplicación con la misma facilidad que 
la utilizamos para navegar por el catálogo. Entrando mediante el perfil de administrador, 
podremos añadir, editar y eliminar diferentes vídeos y categorías. El sistema se asemeja a 
un sistema de ficheros, donde colgaremos una serie de categorías principales desde la cate-
goría raíz, y luego podremos ir añadiendo diferentes subcategorías y vídeos.
La aplicación correrá en un servidor web, y se utilizara o administrará mediante el uso 
de su interfaz web. Existen dos perfiles de acceso, administrador y usuario. En esta versión 
de la aplicación, solo el administrador tendrá permisos para subir nuevos vídeos y/o gestio-
nar el catálogo.
 4.2 Requisitos Funcionales
En esta aplicación, podemos diferenciar dos actores o roles principales: Usuario y ad-
ministrador. La diferencia principal, entre ambos roles, es que el administrador a parte de 
todas las funcionalidades o casos de uso del cliente, tiene una serie de permisos u opera-
ciones adicionales que puede realizar.
● Requisitos del Usuario:
El usuario, debe poder navegar por la biblioteca de una forma intuitiva, clara y sen-
cilla. Este podrá escoger un vídeo cualquiera de la biblioteca, y empezar a reprodu-
cirlo teniendo pleno control sobre su reproducción, respectando el concepto de ví-
deo bajo demanda. A continuación, vemos los principales requisitos.
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○ Navegar por la biblioteca, como si de un sistema de ficheros se tratara, donde 
cada carpeta es una categoría. Ejemplo: Asignaturas > Asignatura de prueba > 
Clase del 23 de Noviembre de 2009.
○ Visionar el vídeo seleccionado. Incluyendo las operaciones de parar, pausa, re-
bobinar, avanzar, y permitir al usuario poder saltar a un punto determinado del 
flujo.
○ Ver información asociada al vídeo, como una previsualización, duración, des-
cripción etc.
○ Aplicación internacionalizada, de forma que pueda ser utilizada fácilmente de 
forma simultánea por usuarios que se comunican en diferentes idiomas.
● Requisitos del Administrador:
El administrador, debe poder añadir, modificar y eliminar nuevos vídeos y catego-
rías en la biblioteca de forma sencilla desde el navegador sin la necesidad de nin-
gún tipo de programa a parte (como utilizan algunos de los servicios de vídeo que 
hemos visto en el capítulo 3).
○ Todos los requisitos del usuario.
○ Crear, modificar, eliminar y mover categorías. Pudiendo modificar el nombre y 
descripción de estas categorías en todo momento.
○ Crear, modificar, eliminar, mover y subir vídeos. Pudiendo modificar diferentes 
atributos y/o propiedades del vídeo en cualquier momento.
● Requisitos de extensión y modularización:
La aplicación debe ser modular, de forma que se puedan substituir, añadir y/o ex-
tender módulos específicos de la aplicación.
○ Definir una interfaz que permita substituir fácilmente el modulo de autentica-
ción por defecto por cualquier otro.
○ Definir una interfaz para todas las operaciones que realizamos con el servidor 
VoD, de forma que podamos soportar otros servidores de Vídeo bajo demanda.
○ Definir también una interfaz para el el tipo de reproductor cliente utilizado.
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○ Permitir que la aplicación pueda ser fácilmente incorporada como plugin den-
tro de otras aplicaciones, como foros, blogs, gestores de contenidos, portales, 
etc...
 4.3 Requisitos de gestión de información
Debemos guardar los diferentes datos que conforman el catálogo multimedia de forma 
persistente, rápida, eficaz y eficiente. Principalmente, información sobre los usuarios, ví-
deos y categorías.
● Usuarios:
Debemos guardar como mínimo el nombre y la contraseña de aquellos usuarios 
que pueden acceder y/o gestionar el sistema. Podemos guardar el nivel de acceso y 
otros datos como último acceso, dirección IP de origen, dirección de correo, etc...
● Categorías del catálogo:
Debemos de guardar de forma eficiente, tanto el nombre como la descripción de 
las diferentes categorías que conforman todo el catálogo. Debemos guardar infor-
mación de conectividad entre las diferentes categorías como los vídeos que estas 
contienen. Nuestro sistema ha de permitir que las mismas categorías puedan estar 
localizadas en diferentes idiomas.  Podemos también guardar meta información, 
como una imagen de previsualización, número de accesos, etc..
● Vídeos del catálogo:
A parte de guardar los vídeos en si, también debemos guardar el nombre y descrip-
ción del vídeo localizados en los diferentes idiomas soportados por nuestra aplica-
ción. Adicionalmente queremos guardar otros metadatos como una previsualiza-
ción, la duración, etc..
 4.4 Tecnologías utilizadas
A continuación, veremos las principales tecnologías utilizadas por la aplicación. Len-
guajes de programación, arquitectura, etc.
Página 61
4. Análisis de Requisitos
 4.4.1 Arquitectura básica de las aplicaciones web
Toda aplicación web, consta con un mínimo de dos elementos, o programas específicos 
necesarios. Un navegador (aplicación cliente), y un servidor web (aplicación servidora).
Las aplicaciones web, siguen fielmente el modelo cliente <-> servidor. Donde el clien-
te, realiza una petición al servidor, y este contesta a la petición. El proceso se repite por 
cada nueva petición. Todas las comunicaciones entre ambos elementos del sistema se reali-
zan mediante el uso del protocolo de transferencia de hipertexto. Mediante este protocolo, 
se suelen servir documentos (HTML,etc..) que pueden ser mostrados por el navegador, 
como también otro tipo de ficheros como imágenes, sonido, vídeo, etc.
La arquitectura más sencilla (Figura 23), consiste en el uso de un servidor que sirve 
páginas estáticas, y estas son procesadas y mostradas por el navegador.
 4.4.2 El navegador, sus lenguajes y tecnologías
Antes de presentar, y ver en detalle el funcionamiento genérico de un navegador, vere-
mos los principales lenguajes de programación y marcas utilizados por un navegador.
● Lenguajes y tecnologías del navegador:
○ HTML: El HyperText Markup Language, es un lenguaje de marcas, utilizado 
para describir la estructura de un documento. Los diferentes contenidos de tex-
to, imagen, audio, applets, etc, se van introduciendo entre marcas. Estas marcas 
indican al navegador como tiene que pintar el texto y los diferentes elementos 
que contiene la página. Existen una serie de reglas, y estándares que definen to-
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das las marcas disponibles, y como podemos utilizarlas. El seguimiento de es-
tos estándares garantizan el correcto renderizado de los documentos en todos 
aquellos navegadores que los sigan.
○ XHTML:  Es una extensión del HTML a partir  del XML. Su característica 
principal, consiste en la obligación a seguir las reglas y especificaciones del es-
tándar XML. HTML es menos estricto que XHTML, pero es bastante más difí-
cil de procesar debido a una serie de casos específicos que no se permiten den-
tro del XML. El uso de XHTML, permite trabajar más fácilmente sobre estos 
documentos, ya que cualquier parser XML es capaz de procesarlo, en cambio 
HTML requiere un parser que debe contemplar una serie de casos adicionales, 
que lo convierten en una tarea más compleja.
○ CSS:  Las hojas de estilo en cascada, es un lenguaje que describe como se 
muestran los diferentes elementos descritos en el documento HTML/XHTML. 
Cuando es posible especificar muchas características de visualización en el 
propio documento HTML, no es una práctica muy recomendable, las hojas de 
estilo nos permiten separar el diseño de la estructura del documento.
○ JavaScript: JavaScript o también conocido como ECMAScript en su estanda-
rización, es un lenguaje interpretado de scripting soportado por la gran mayoría 
de los navegadores. Este nos permite trabajar activamente sobre el documento, 
transformando nuestra página estática en un página completamente dinámica. 
Este lenguaje, nos permite desde modificar el documento hasta interactuar con 
posibles plugins y applets que contenga el documento.
● El Navegador:
El navegador, como aplicación cliente, se encarga de renderizar siguiendo unas ins-
trucciones, la página HTML recibida por el servidor.
El navegador, recibe una dirección a una página proporcionada por el usuario. Esta 
dirección, se puede romper en tres pedazos: Protocolo, Servidor (Host) y Ruta. Por 
ejemplo dada la dirección “http://example.tld/index.html”, “http” indica el protoco-
lo, después del separador “://” tenemos el servidor “example.tld”, y la ruta dentro 
del servidor “/index.html”. Principalmente, los navegadores solo entienden http y 
https (http seguro), aunque estos pueden lanzar aplicaciones externas registradas 
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para otros protocolos (ftp, mailto, ed2k, rtsp, etc...)
El primer paso que realiza el navegador, es obtener la dirección ip del servidor (en 
lenguaje C la llamada gethostbyname). Una vez, obtenida la dirección ip, abrimos 
un socket tcp, y siguiendo la especificación HTTP, el navegador, envía sus cabece-
ras con la petición. En la Figura 24 podemos ver el intercambio de cabeceras reali-
zado entre le navegador y el servidor. El navegador envía una serie de cabeceras 
con información de que puede hacer, que formatos soporta, en que idioma quiere 
recibir el usuario la página. El servidor contesta a la petición con sus cabeceras, y a 
continuación envía  el  contenido  solicitado.  Si  utilizamos el  antiguo  protocolo 
HTTP 1.0, una vez recibido el documento cerraríamos la conexión de forma inme-
diata. En cambio la especificación HTTP 1.1, contempla el uso de una conexión 
persistente, de forma que dentro de la misma conexión, el cliente realiza la siguien-
te petición. Una vez hemos recibido el documento, este contienen referencias a 
imágenes y otros contenidos que deben ser cargados, cada uno de estos elementos, 
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Figura 24: Cabeceras de una petición HTTP
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xión.
Una vez tenemos todos los datos, el navegador se dispondrá a pintar la página, y a 
ejecutar cualquier posible script y/o applet/plugin que contenga el documento.
 4.4.3 El servidor, sus lenguajes y tecnologías
El servidor se encarga de procesar la petición mostrada por el cliente, y enviar como 
respuesta el documento/contenido solicitado.
De entre las tareas que el servidor debe realizar son: validación de posibles credencia-
les enviadas por el cliente, mirar si el cliente tiene autorización para acceder al recurso, y 
servir el recurso solicitado si este existe mediante el mecanismo que tenga configurado. 
Un servidor puede limitarse a servir estáticamente páginas alojadas en un sistema de fiche-
ros, o a procesar de forma dinámica estas páginas mediante módulos/plugins externos, y 
enviar el resultado que estos generen.
● Lenguajes y tecnologías del servidor:
○ PHP:
El Preprocesador de Hipertexto [php07] (o Personal Home Page), es un lengua-
je  de  programación interpretado,  principalmente  usado en  el  entorno web. 
Cuando un cliente solicita un script escrito en php, el servidor lanza el interpre-
te php y envia los resultados de la ejecución del script.
Un script php, no es nada más que un documento html, donde se permiten el 
uso de un conjunto nuevo de marcas, entre las cuales escribimos el código a 
ejecutar. El interprete se limita a substituir las marcas por el resultado de la eje-
cución del script contenido.
PHP nos permite utilizar el paradigma de la programación estructurada, como 
el paradigma de la programación orientada a objetos (en sus últimas versiones). 
Existen bastantes módulos que nos permiten trabajar con bases de datos y/o 
otras librerías (criptografía, tratamiento de imágenes, etc..)
○ Python:
Python [pyt07] es un lenguaje de programación interpretado y dinámico para 
múltiples usos. Podemos ejecutar aplicaciones escritas en python mediante un 
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modulo especifico del servidor, o como un script CGI. El el primer caso, el mo-
dulo de Python de Apache, nos expone toda la API del servidor web. La API 
CGI de Python, o la expuesta por el servidor cuando se ejecuta como módulo, 
nos permiten realizar ciertas tareas que actualmente son imposibles con PHP. 
Como por ejemplo, tener pleno control sobre el flujo de subida de un fichero 
que nos esta enviando el cliente. En Apache, la ejecución como CGI1, el script 
se ejecuta en una nueva instancia del interprete de Python. Si se ejecuta como 
módulo, Apache ya tiene cargado un interprete de Python por cada proceso 
hijo, de forma que nos ahorramos el tiempo necesario para cargar el interprete 
y para compilar el script que vamos a ejecutar.
 4.4.4 Arquitectura de las aplicaciones web dinámicas
Ahora que hemos visto las diferentes tecnologías y lenguajes de programación que te-
nemos disponibles a la hora de implementar una aplicación web, podemos introducir el 
funcionamiento y arquitectura de las aplicaciones web dinámicas. Para que una aplicación 
web sea dinámica, se utilizan varias técnicas como el uso de Javascript en el navegador, 
como el uso de lenguajes en el lado del servidor que generan páginas de forma dinámica.
En estas aplicaciones, se introduce la utilización de las sesiones. El protocolo HTTP no 
contempla ni implementa mecanismos que permitan a la aplicación web distinguir y deci-
dir a que usuario corresponde cada petición, y como conservamos datos entre cada peti-
ción. Las sesiones, es un mecanismo que permite guardar información entre diferentes pe-
ticiones para cada cliente, a partir del uso de un identificador único que el cliente nos de-
berá enviar cada vez que realice una petición. Este identificador, suele ser una cookie en-
viada por la aplicación al cliente en la primera petición.
1 CGI: Interfaz Común de Pasarela (Comon Gateway Interface), es un estándar que indica como el servidor 
web se comunica con un programa externo. Cabe destacar, que este sistema ejecuta el programa externo y 
suele ser costoso, la alternativa más eficiente es el uso de un módulo, pero en este caso nuestro programa 
esta compilado contra el servidor.
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Para el desarrollo de estas aplicaciones, también se utilizan técnicas de programación 
como el AJAX. El Asynchronous JavaScript and XML, es una técnica de programación y 
desarrollo de webs, en la que se utiliza el objeto XMLHttpRequest, que permite realizar 
subpeticiones a un servidor web desde JavaScript. Esta técnica se basa en utilizar estas 
subpeticiones, para actualizar elementos concretos de un portal web, sin tener que recargar 
toda la página. Como resultado, las aplicaciones AJAX son mucho más interactivas.
En la Figura 25, podemos ver de forma resumida la arquitectura comentada, con todos 
los elementos que forman parte de esta..
 4.5 Requisitos tecnológicos
A continuación, presentamos los diferentes requisitos tecnológicos necesarios para po-
der correr la aplicación, tanto en el lado del cliente como del servidor.
 4.5.1 Requisitos en el lado del servidor
A nivel de hardware, es necesario una máquina que cumpla los requisitos mínimos exi-
gidos por las aplicaciones necesarias. El servidor VoD, es la aplicación más intensiva que 
necesitara una mínima velocidad de procesamiento. Los requisitos van condicionados con 
el número de clientes que queramos soportar. Para el almacenamiento, se necesitan varios 
gigabytes para poder construir un pequeño catálogo.
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4. Análisis de Requisitos
El ancho de banda necesitado para la aplicación servidor,  depende del  número de 
clientes que queramos soportar y la calidad de los vídeos a servir.
Como sistema operativo base, es necesario uno que sea capaz de ejecutar el programa-
rio requerido, y tenga todos los servicios necesarios para su correcta ejecución. Se reco-
mienda el uso de cualquier distribución GNU/Linux que este al día. Como dato informati-
vo, la aplicación se esta desarrollando y probando sobre Debian Etch [deb07].
Servidor Web, con PHP versión 5 o superior y posibilidad de ejecutar scripts CGI o 
tenga el modulo python (versión mínima de python 2.4). Se recomienda el servidor Apa-
che, con los módulos de PHP, y se puedan ejecutar scripts sobre CGI, o tenga la disponibi-
lidad del modulo mod_python. Son además necesarios la librería cliente de mysql de php, 
y la librería criptografía mcrypt de php para el uso de cookies cifradas.
Como sistema de gestión de bases de datos, es necesario el servidor MySQL (versión 
4.0 o superior).
Como dato informativo la aplicación esta siendo desarrollada en el siguiente sistema:
● OS: Debian GNU/Linux 4.0 Etch.
● Servidor web: Apache 2.2 + mod_php5 + mod_python.
● PHP: Version 5 + modulo mcrypt + modulo mysql.
● Python: 2.4.4
● SGBD: MySQL 5.0
 4.5.2 Requisitos en el lado del cliente:
A nivel de hardware, el cliente necesita potencia suficiente para poder decodificar el 
vídeo. En función del códec utilizado necesitaremos más o menos potencia de procesa-
miento. Es necesario muy poco espacio en el disco, ya que no guardamos ningún tipo de 
dato en el disco.
Como sistema operativo base, sirve cualquiera soportado por el cliente de VideoLan y 
el navegador Firefox o compatible.
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Es necesario tener instalada la versión más reciente de VideoLAN con el plugin del na-
vegador.
Como navegador, la aplicación actualmente solo funciona en Mozilla Firefox, Icewea-
sel, Epiphany, Mozilla, Iceape, y cualquier otro que utilice el motor Gecko. El estado de 
compatibilidad con otros navegadores es el siguiente:
● Internet Explorer: No soportado, problemas de renderización, errores de ejecución 
de javascript, errores extraños e inexplicables de funcionamiento de la subida de fi-
cheros, etc.. Falta de interés en mantener dos versiones del código del reproductor 
(una propietaria y otra estándar), cuando el resto de los navegadores utilizan la ver-
sión estándar.
● Opera: La aplicación funciona perfectamente, pero actualmente el plugin de Video-
LAN no esta soportado, aunque es posible lanzarlo como aplicación externa.
● Konqueror: La aplicación funciona perfectamente, a excepción de la subida de fi-
cheros, y el plugin de VideoLAN no esta soportado.
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5. Diseño de la Aplicación
 5.1 Arquitectura
En la arquitectura propuesta para nuestra aplicación, tenemos los siguientes elementos:
● En el cliente:
○ Documento:  Contiene toda la estructura,  contenidos, scripts,  etc.  generados 
por la aplicación.
○ Hoja de estilo: Especifica el diseño visual en si de la aplicación, de como de-
ben de ser dibujados los diferentes elementos del documento.
○ Scripts: Ejecutan ciertas tareas en el lado del cliente, enlazan botones y enlaces 
del documento con el plugin de vídeo, se encargan de actualizar el contenido 
dinámico del documento. Se encargan de recibir el estado de una subida de un 
vídeo en progreso.
○ Plugin de VideoLAN: Realiza la tarea de reproducir el vídeo que nosotros le 
especifiquemos.
● En el servidor:
○ Núcleo de la aplicación web: El núcleo de la aplicación web, recibe las peti-
ciones del cliente, y decide que documento y/o contenido debe enviar en fun-
ción de la petición, estado de la sesión, etc. Este creará una instancia de la clase 
de la página correspondiente.
○ Páginas: Cada página es una clase, que instancia una o más clases que imple-
mentan controles y otras funcionalidades de la página en cuestión.
○ Servidores RPC: Un servidor RPC, es una página cuyo contenido se limita ser 
la respuesta de la llamada realizada por la aplicación en concreto. Estas clases 
son también instanciadas por el núcleo de la aplicación cuando se recibe una 
petición RPC del cliente. Un ejemplo es preguntar la hora al servidor, donde el 
servidor se limitará a enviar una cadena de texto con la hora.
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○ Gestor de subidas: Aplicación separada, que se encarga única y exclusivamen-
te de la subida de los ficheros de vídeo. Esta aplicación se comunica con el nú-
cleo de la aplicación mediante llamadas RPC.
○ Sistema de Gestión de Bases de datos: El SGBD se encarga de almacenar los 
diferentes datos persistentes de la aplicación. Este se comunica con la aplica-
ción mediante una clase especifica que es solo instanciada cuando existe la ne-
cesidad de obtener o guardar datos.
○ Repositorio de vídeos: Zona del disco, o partición especifica, donde guarda-
mos todo el catálogo multimedia. El gestor de subidas se encarga de guardar 
los vídeos sobre este repositorio, que después serán accedidos por el servidor 
VoD.
○ Servidor VoD VideoLAN: Servidor de vídeo bajo demanda, que se ejecuta de 
forma dedicada. Este se encarga de servir los vídeos alojados en el repositorio, 
y procesa las peticiones de control recibidas por el núcleo de la aplicación.
En la Figura 26 podemos observar la arquitectura propuesta para la aplicación, los ele-
mentos contenidos dentro del área marcada en rojo son aquellos que debemos implemen-
tar. Los elementos del área marcada en amarillo corresponden a la pareja reproductor y 
servidor VoD que utilizamos en nuestra aplicación, estos elementos pueden ser fácilmente 
substituidos por otra pareja.
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 5.2 Documento, su estructura, elementos y clases
El documento, se encarga de presentar la información al usuario. En el documento de-
finimos la estructura, elementos, contenido de la toda la interfaz gráfica de la aplicación. 
Al ser una aplicación web, seguiremos el paradigma web con sus correspondientes técni-
cas. Diferenciamos 5 grandes elementos o tipos de recursos en un Documento: Estructura, 
Hojas de estilos, Scripts, Plugins, y Imágenes y otros recursos varios.
● Estructura del documento: Definiremos la disposición, contenido, tipo y localiza-
ción de los diferentes elementos y recursos que forman el documento. El lenguaje 
utilizado para la estructura del documento, es XHML 1.0 Transitional.
● Hojas de estilos: Todos los detalles del diseño gráfico del documento, de como 
debe mostrar cada elemento el navegador, serán definidos en su correspondiente 
hoja de estilos. El lenguaje de nuestras hojas de estilo es el CSS 2.0. Estas irán alo-
jadas dentro del directorio “styles” de la aplicación. Mediante el uso de la hojas de 
estilo en cascada podemos cambiar la apariencia fácilmente sin tener que modificar 
la aplicación en si.
● Scripts: Los scripts contenidos en el documento, se encargaran de toda la funcio-
nalidad dinámica de la aplicación, como la verificación de datos, subida de fiche-
ros y la implementación de widgets. El lenguaje de estos es el Javascript, soportado 
por la gran mayoría de los navegadores.
● Plugins: Nos limitaremos a utilizar el reproductor de VideoLAN incrustado como 
un plugin en el navegador, en caso de no estar disponible, intentaremos lanzar el 
reproductor de forma externa.
● Imágenes y otros recursos varios: La imágenes y el resto de los recursos que 
complementan la aplicación van alojadas dentro de directorio “imgs” del servidor. 
Estos recursos complementan de forma visual con gráficos la interfaz de forma que 
no sea exclusivamente texto.
Nuestra aplicación, define una interfaz (iDocument), que deben cumplir todas las cla-
ses que implementen el documento a ser enviado al cliente. La interfaz tiene 3 partes prin-
cipales bien diferencias, una cabecera, un cuerpo y un pie. Tanto la cabecera como el pie 
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se mantienen fijos en todas la páginas de la aplicación, el cuerpo es la parte concretamente 
dinámica. Cada página es una clase que implementa esta interfaz, y cada uno de los dife-
rentes objetos, elementos y/o “widgets” son también clases.
En todo momento se intentan respetar los estándares XHTML y CSS. De esta forma 
todos aquellos navegadores que respetan los estándares, renderizaran correctamente el por-
tal.
A continuación veremos las principales clases que implementan la interfaz iDocument: 
ApfBaseDocument, ApfDocument, ApfSimplePage, ApfManager, ApfEditPage, ApfLogin-
Page, ApfMainPage, ApfMediaPage, ApfVideoPage, ApfRPCServer, ApfUploadPage.
● ApfBaseDocument: El documento Base, se encarga de implementar la estructura 
básica de todo documento XHTML, y define una serie de métodos que nos permi-
ten trabajar sobre esta estructura, así como un manejador de excepciones y control 
de errores.
● ApfDocument: El documento, subclase de ApfBaseDocument, se encarga de la 
implementación de mecanismos para guardar datos de forma persistente (acceso a 
la base de datos), como mecanismos de sesión y autenticación del usuario.
● ApfManager: El gestor, subclase de ApfDocument, se encarga de la implementa-
ción de una estructura básica del contenido del documento en si. También imple-
menta diferentes mecanismos que nos permiten crear widgets dentro del documen-
to, como todos los mecanismos y operaciones que realizamos sobre el catálogo.
● ApfSimplePage: La página sencilla, subclase de ApfDocument, se encarga de im-
plementar un estructura muy básica para servidores RPC y widgets.
● ApfEditPage: La página de edición, subclase de ApfManager, se encarga de la in-
serción, edición y eliminación, tanto de categorías como de vídeos. Esta página 
contiene en si todo el proceso necesario para subir un vídeo al sistema, como modi-
ficar los metadatos de este vídeo.
● ApfLoginPage: La página de entrada, subclase de ApfManager, se encarga de los 
mecanismos de validación y inicio de sesión del usuario como también del meca-
nismo de cierre de sesión.
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● ApfMainPage: La página principal, subclase de ApfManager, muestra un mensaje 
de bienvenida, las últimas novedades de la biblioteca y los vídeos más visualiza-
dos.
● ApfMediaPage: La página de categorías, subclase de ApfManager, muestra el na-
vegador de categorías y vídeos del catalogo, Se asimila a un navegador de un siste-
ma de ficheros. Toda la información de conectividad del árbol de categorías se 
guarda en una tabla en la base de datos. El usuario puede moverse de forma intuiti-
va y sencilla por el árbol localizando aquello que esta buscando. Si el usuario tiene 
permisos administrativos, verá unos controles que le permitirán, añadir, editar y 
eliminar nuevas categorías y vídeos.
● ApfVideoPage:  La  página del  reproductor de  vídeo,  subclase de  ApfManager, 
muestra el vídeo en concreto con su metainformación asociada (Nombre, Descrip-
ción, etc.). En esta página se reproduce y se controla la reproducción del vídeo so-
bre el plugin de VideoLAN.
● ApfRPCServer: La página del servidor RPC, subclase de ApfSimplePage, imple-
menta todos los métodos y mensajes RPC necesarios para el funcionamiento diná-
mico de la aplicación.
● ApfUploadPage: La página de subidas, subclase de ApfSimplePage, implementa 
el control de subida de ficheros, con todo los mecanismos necesarios de validación 
y subida del fichero. Este control es mostrado por la página de edición/inserción de 
vídeos.
A parte de las páginas, tenemos una serie de controles y/o widgets que podemos utili-
zar en cualquier momento.
● ApfAjax: Esta clase, se encarga de generar todo el código necesario para que po-
damos realizar subpeticiones desde el cliente al servidor RPC.
● ApfNoteBook: Esta clase, implementa un control de múltiples páginas, de forma 
que podemos tener varios documentos contenidos en cada página del control, y po-
der cambiar entre las páginas de forma instantánea.
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● UploadCtrl: Esta clase, implementa el control necesario para poder subir y validar 
ficheros al servidor.
 5.3 Interfaz del catálogo y base de datos
Para poder guardar los diferentes datos persistentes que forman parte del catálogo, se 
definen dos clases para trabajar sobre los datos. Estas clases son utilizadas por la clase 
ApfDocument en su implementación de los métodos para guardar datos persistentes.
● Interfaz iDB: La interfaz iDB contiene todos los métodos que debe proveer la cla-
se que interactúa con el SGBD.
● Clase ApfMySQLDB: Esta clase, implementa los métodos de la interfaz iDB so-
bre el SGBD MySQL.
● Clase MediaMGR: Esta clase, implementa todas las operaciones que podemos re-
alizar sobre el catálogo de recursos multimedia. Esta clase implementa los métodos 
de listar, insertar, editar y eliminar categorías y vídeos.
● Clase ApfTree: Esta clase, implementa un árbol de categorías, que nos permite re-
alizar búsquedas, como imprimir un listado de categorías en forma de árbol.
 5.4 Diseño de tablas y modelo entidad-relación
Los datos que conforman la biblioteca, se organizan y guardan en las siguientes tablas 
de la base da datos de la aplicación. Guardamos tanto información de organización y co-
nectividad entre las diferentes categorías, como información de cada vídeo.
Diseño de las diferentes tablas que conforman la aplicación:
● Tabla de categorías:
id, parent, name_id, desc_id, count, last, created
La tabla guarda el listado de las diferentes categorías de vídeo, como también in-
formación adicional sobre diferentes metadatos. También se guarda la relación en-
tre las diferentes categorías.
Campos:
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○ id:
Identificador. Clave primaria. El nodo raíz tienen identificador 0, el resto de 
nodos deben colgar de este. El nodo raíz es inmutable.
○ parent:
Clave externa. Categoría padre, se relaciona con el identificador.
○ name_id:
Clave externa. Se relaciona con el registro que contiene el nombre en la tabla 
de nombres.
○ desc_id:
Clave externa. Se relaciona con el registro que contiene la descripción en la ta-
bla de descripciones.
○ count:
Número de subcategorías. (Se utiliza como cache)
○ last:
Fecha de la última modificación.
○ created:
Fecha de creación.
● Tabla de vídeos:
id, ctg, name_id, desc_id, prev, dur, url, last, created, hits
Guarda la relación de todos los vídeos existentes con su metainformación corres-





Categoría. Clave externa. Determina la categoría a la que pertenece este recur-
so.
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○ name_id:
Clave externa. Se relaciona con el registro que contiene el nombre en la tabla 
de nombres.
○ desc_id:











Número de visualizaciones o accesos totales.
● Tabla de nombres:
id, lan, name
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● Tabla de descripciones:
id, lan, name
Contiene la relación de textos, descriptivos largos en diferentes idiomas utilizados 








● Tabla de usuarios:
uid, name, password, admin, last, hash







Hash MD5 de la contraseña del usuario.
○ admin:
Indica el nivel de acceso del usuario. 0=usuario, 1=administrador
○ last:
Último acceso del usuario
○ hash:
Hash de sesión de usuario.
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En la Figura 27, vemos el modelo entidad-relación final implementado en la base de 
datos.
 5.5 Internacionalización
Si desde el principio del diseño de la aplicación, no se tienen en cuenta los aspectos de 
internacionalización, luego la traducción posterior de la aplicación es problemática y com-
plicada. Para dar soporte a múltiples localizaciones, es decir que la aplicación este disponi-
ble en múltiples idiomas, se utilizan las siguientes tecnologías, mecanismos y/o clases:
● Clase ApfLocal: Esta clase, implementa los mecanismos necesarios para detectar 
el idioma enviado por el navegador o configurado por el usuario, y se encarga de 
obtener las diferentes cadenas de texto traducidas del fichero de localización. Para 
ello, por cada idioma soportado por la aplicación, tenemos un listado de todas las 
cadenas de texto traducidas al idioma en concreto. Mediante el uso de la función 
pública global _t(), obtendremos la cadena que queramos. Por ejemplo: la llamada 
_t('mensaje_de_bienvenida'), devolverá la localización correspondiente al mensaje 
de bienvenida.
● Unicode: Para poder representar caracteres de diferentes idiomas, nuestra aplica-
ción ha disponer de mecanismos para poder almacenar y representar estos caracte-
res. Para conseguirlo, todas las cadenas de texto, y cualquier otro dato de texto lo 
guardaremos codificado en UTF-8, y también generaremos los documentos con 
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esta codificación. Unicode, es un estándar que permite guardar cadenas de texto 
que pueden contener todos los símbolos de todos los sistemas de escritura existen-
tes, desde la Lineal B, hasta Klingon. Para eso se definen varias codificaciones, 
UTF-32 (32 bits por carácter), UTF-16, UTF-8, etc. UTF-8, puede utilizar de 1 a 4 
bytes para identificar un carácter (1 Byte para ASCII, 2 bytes para Latin, Griego y 
otros, 3 bytes para el plano básico que contiene todos la caracteres utilizados de 
forma común, y 4 bytes para los otros planos).
La aplicación en si esta disponible actualmente en Castellano, Catalán e Inglés. Para 
traducir la aplicación, es tan sencillo como añadir un nuevo fichero con las diferentes ca-
denas de texto localizadas.
Para determinar el idioma del usuario, miramos el contenido del vector “Accept_lan-
guage” que nos envía el navegador, y mostraremos la aplicación en el primer idioma del 
vector que este instalado. En caso de que ninguno de los idiomas del vector no estén dispo-
nibles, mostraremos la aplicación en el idioma por defecto.
Opcionalmente, podríamos utilizar otras técnicas para detectar el idioma de origen, 
como mirar la situación geográfica de la dirección IP de origen. Para ello necesitaríamos 
una base de datos que asocie direcciones IP a zonas geográficas. Algunos portales como 
Google, utilizan esta técnica para fijar el idioma por defecto, en lugar de utilizar el que el 
usuario ha configurado en el navegador.
Para que el usuario pueda cambiar fácilmente el idioma por defecto, por otro, existen 
un serie de botones, o lista desplegable de idiomas que permiten realizar esta operación 
con un sencillo click.
 5.6 Seguridad y autenticación
 5.6.1 Autenticación
Para implementar los diferentes mecanismo de autenticación de la aplicación, utiliza-
mos las siguientes técnicas, interfaces y clases:
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● Interfaz iAuth: La interfaz de autenticación, define todos los métodos que debe 
tener todo aquel subsistema de autenticación que queramos utilizar.
● Clase ApfAuthBase: Clase abstracta, que implementa código de diferentes méto-
dos de autenticación que puede ser utilizado por otros sistemas de autenticación.
● Clase ApfAuth: Clase sencilla de autenticación sobre una tabla de usuarios.
Los métodos de autenticación disponibles son:
● Texto Plano: El cliente envía la contraseña en texto plano, con lo que queda a la 
vista de cualquiera que pudiera estar escuchando en la red (a no ser que utilicemos 
un servidor seguro).
● Desafío-Respuesta en MD5: Implementa el protocolo CHAP1, de forma que la 
contraseña ya no viaja en texto plano.
Ambos métodos de autenticación están implementados en la página de login, y estos 
deben de estar soportados por el subsistema de autenticación que utilicemos.
Para validar un usuario, verificamos el nombre de usuario y la contraseña/hash recibi-
dos contra la base de datos. Si el usuario se valida correctamente, guardaremos una varia-
ble de estado en la sesión, y enviaremos un token de autenticación que deberá ser renova-
do de forma periódica. El token permite verificar de forma rápida si el usuario esta o no 
validado sin tener que preguntárselo a la base de datos, los tokens de autenticación envia-
dos tienen un periodo de vida definidos en el fichero de configuración, de forma que estos 
son automáticamente regenerados de forma transparente mientras el usuario utiliza la apli-
cación. Cuando el token expira por inactividad, este es inservible y el usuario deberá vol-
ver a validarse. El token es una cookie cifrada y firmada por el servidor, que contiene el 
identificador de usuario, hash de autenticación y la fecha de expiración del token.
1 CHAP: El protocolo de autenticación desafío-respuesta (Challenge Handshake Authentication Protocol), 
definido en el RFC 1994, define un mecanismo de autenticación de 3 vías. 1) El servidor envía un número 
aleatorio, 2) el cliente mediante una función de hash como el MD5, envía como respuesta el hash de la 
concatenación del número, su contraseña y algún otro dato acordado. 3) El servidor verifica que hash reci-
bido es válido realizando la misma construcción.
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La implementación de cifrado y firma de los tokens la podemos encontrar en la clase 
ApfDocument, se utiliza el algoritmo de Rijndael (AES) para el cifrado, y la cookie se fir-
ma a partir del hash obtenido de la concatenación de un secreto con los datos de la cookie. 
De esta forma el usuario no puede manipular, o falsificar el token de autenticación, a no 
ser que disponga de suficiente potencia de computo para romper AES, o se haga con las 
claves de cifrado.
 5.6.2 Notas de seguridad en aplicaciones web
Robo de la sesión:
En algunas configuraciones especificas de PHP, la sesión se pasa como un parámetro 
en vez de una cookie, y muchas veces, es muy fácil para un atacante robar este identifica-
dor, y utilizarlo para hacerse pasar por el otro usuario. También mediante ataques XSS1 es 
posible robar la cookie de sesión.
Para  evitar  el  robo  por  paso  por  parámetros,  hay  que  activar  las  opciones 
“session.use_only_cookies” y “session.cookie_httponly” en el fichero de configuración de 
PHP. La primera opción fuerza el paso de sesión por cookies, y la segunda evita que se 
pueda acceder desde javascript a la cookie desde aquellos navegadores que soporten esta 
funcionalidad.
Inyección SQL:
Un fallo de seguridad típico, es la inyección de código SQL [fri05] arbitrario por un 
atacante.
Por ejemplo, en una aplicación mal escrita se podría hacer esto:
$query = “select id from users where login = '$login' and pass='$pass'....”
1 XSS: Cross-site scripting, es un fallo de seguridad típico de aplicaciones web, donde el atacante inyecta 
código malicioso arbitrario que se ejecutara por los navegadores de otros usuarios de la aplicación. Ata-
ques típicos, son del tipo: Robo de cookies, redirección a otra página, cambio de la página (deface), des-
carga y ejecución de un binario arbitrario, etc...
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Si el usuario entra: $login = “something' or 1=1--”
Entonces se ejecutará:
“select id from users where login = 'something' or 1=1--' and pass='$pass'....”
Esto permite que un usuario entre de forma independiente a la contraseña especificada. 
Para evitar este ataque, siempre hay que filtrar todas las variables de entrada que nos envía 
el usuario. En ningún momento hemos de confiar en el usuario, para esto existen funciones 
que escapan algunos caracteres problemáticos.




“select id from users where login = 'something\' or 1=1--' and pass='$pass'....”
Como el usuario “something' or 1=1--” no existe, no será validado.
Register Globals:
PHP tiene una opción llamada Register Globals, de forma que todas las variables GET, 
POST, FORM, etc, se registran automáticamente como variables globales.
Por ejemplo:
“http://localhost/test.php?var1=val1&var2=val2”
Con esta petición, tenemos las variables globales $var1, y $var2 disponibles. Un usua-
rio podría forzar algunos valores determinados no definidos, y podría cambiar radicalmen-
te el comportamiento de la aplicación. Por esto, esta opción debería estar siempre desacti-
vada.
Los equipos de seguridad de algunas distribuciones, se irresponsabilizan y se negarán a 
ofrecer ayuda sobre temas se seguridad si la variable register_globals esta activada.
Cita del php.ini en Debian:
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; You should do your best to write your scripts so that they do not require
; register_globals to be on;  Using form variables as globals can easily lead
; to possible security problems, if the code is not very well thought of.
; NOTE: applications relying on this feature will not recieve full
;       support by the security team.  for more information please




Después adicionalmente, si la red no es confiable, y pudiera haber algún individuo es-
cuchando el trafico que pasa por esta, este podría capturar la contraseña del usuario. Debi-
do a esto, siempre se recomienda que la autenticación como mínimo se ejecute en un servi-
dor web seguro (SSL).
 5.7 Subida de ficheros
Para la subida de ficheros al servidor, interviene las siguientes clases y o subsistemas.
● Gerstor de subidas: El gestor de subidas, proporciona mecanismos para controlar 
la subida de ficheros enviados por el usuario. El gestor de limita a: 
1) Comprobar que el usuario tiene permisos para poder subir el vídeo.
2) Notificar al gestor de que estamos subiendo un vídeo.
3) Notificar tanto al cliente como al gestor el resultado de la subida del vídeo 
(Éxito, Fracaso, Abortada, etc).
● Control de subidas (Clase UploadCtrl): El control de subidas, implementa los 
mecanismos necesarios para subir un fichero al servidor. Estos mecanismos se li-
mitan a:
1) Comprobar que el usuario tiene permisos.
2) Validar el fichero a subir, y autorizar la subida en caso de éxito, notificar al 
usuario si falla.
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3) Subir el fichero, y recibir el estado de la subida del servidor mediante llamadas 
RPC, y actualizar una barra de progreso de forma que el usuario tiene una res-
puesta visual del estado de la subida.
4) Notificar al gestor el final exitoso o fracaso de la subida.
5) Proporcionar hooks, que permiten notificar al documento el estado de la subi-
da.
● Servidor RPC: El servidor RPC, se encarga de monitorizar el estado de los fiche-
ros que están siendo subidos por el gestor de subidas, y proporciona mecanismos 
que permiten a la aplicación cliente obtener el estado de la subida en progreso.
Para subir un vídeo, ocurren los siguiente eventos:
1. El usuario elige el vídeo.
2. El cliente realiza una llamada RPC, con el nombre del vídeo y espera el resultado 
de la validación de la extensión del fichero.
3. El servidor contesta a la validación, si todo va bien continuamos.
4. El cliente inicia la subida del fichero al gestor de subidas, y notifica al los hooks 
definidos en el documento que se esta realizando una subida.
5. El cliente realiza una petición RPC al servidor solicitando el tamaño total del fiche-
ro y el tamaño subido actualmente.
6. El servidor contesta a la petición con los datos solicitados.
7. El cliente muestra una barra de progreso, y después de una unidad de tiempo (1 se-
gundo) vuelve a peticionar el estado de la subida.
8. Se repiten los paso 5-7 hasta que se acaba la subida del fichero, se produce un 
error, o se aborta la subida.
9. Se notifican al gestor y al Documento el estado final de la subida del fichero.
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 5.8 Interfaz con el Servidor VoD
Antes de explicar la interfaz con el servidor VoD, veremos el funcionamiento básico 
del servidor de VideoLAN.
Ejemplos de ejecución del servidor:
Podemos cargar el servidor con el comando: 
$ vlc -I telnet --rtsp-host 0.0.0.0:5000
Activamos la interfaz telnet, y le indicamos que escuche peticiones en todas las direc-
ciones disponibles en el puerto 5000. La interfaz telnet se encuentra por defecto en el puer-
to 4212. El password por defecto es “admin”, que puede ser cambiado pasando el paráme-
tro “--telnet-password my_password”
Hacemos telnet al puerto 4212, y después de introducir la contraseña, se nos presenta 
una consola interactiva donde podemos añadir, modificar o eliminar vídeos del servidor.
Los vídeos serán accedidos por el cliente mediante los protocolos RTSP (control) y 
RTP vídeo.
Los comandos siguientes añaden un nuevo vídeo al servidor VoD:
new Prueba vod enabled
setup Prueba input /videos/video.mpg
Ahora cualquier cliente que soporte el protocolo RTSP de VideoLan, podrá acceder en 
cualquier momento a la ruta  rtsp://servidor/Prueba y empezar la reproducción del vídeo 
solicitado.
Existen también comandos para añadir fuentes de vídeo, o para programar parrillas de 
programación. Pudiendo especificar cualquier origen de vídeo soportado (dispositivos de 
captura, webcam, dvd, disco). También es posible forzar una recodificación del vídeo, pero 
no es muy recomendable debido a que aumenta la carga del sistema, es recomendable te-
ner los vídeos codificados ya en el formato final deseado.
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El fichero de configuración del servidor, tiene exactamente la misma sintaxis que la in-
terfaz telnet. Normalmente, utilizaremos un script que generara al vuelo el listado de todos 
los vídeos disponibles, y los volcará en el fichero de configuración que cargaremos poste-
riormente.
Interfaz del servidor de VideoLAN:
En la interfaz, que comunica el gestor con el servidor VoD, intervienen las siguientes 
clases, interfaces y/o sistemas.
● Cliente telnet VideoLAN:  Las clases SimpleTcpClient y VideoLanTelnetClient, 
implementan los métodos necesarios para poder notificar al servidor la localización 
de los nuevos recursos añadidos, como la eliminación de estos. Para ello, realiza-
mos una petición al servidor telnet del servidor VoD, y enviamos los comandos ne-
cesarios para que el servidor registre un nuevo vídeo.
● Interfaz iVoDHandler: Esta interfaz, define todos los métodos que debe imple-
mentar cualquier clase del servidor VoD que vallamos a utilizar. Entre estos méto-
dos están la validación del vídeo, la notificación de subida de un nuevo vídeo, noti-
ficación de borrado, etc.
● Clase abstracta ApfBaseVoDHandler: Esta implementa código común que puede 
ser utilizado por sus subclases respectivas. Realiza una validación de ficheros ge-
nérica, como se limita a copiar los vídeos subidos del directorio temporal al reposi-
torio de vídeos (también se encarga de asignar nombres a los vídeos subidos).
● Clase ApfVideoLanVoDHandler: Esta clase implementa todos los métodos nece-
sarios, para que nuestra aplicación pueda funcionar con el servidor VoD de Video-
LAN.
● Clase ApfHttpVoDHandler: Esta clase implementa todos los métodos necesarios 
para reproducir los vídeos directamente desde un servidor web.
Básicamente la interfaz define los siguientes métodos:
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● UploadVideoFile($path,$filename): Indica que un nuevo fichero a sido subido al 
servidor, pasándole la ruta al fichero local, y el nombre del fichero especificado 
por el usuario. Este método debe devolver el nombre que el servidor asigne al nue-
vo fichero. Debe lanzar una Excepción de InvalidFileException en caso de error.
● CheckVideoFileBeforeUpload($path): Valida el nombre del fichero antes de que 
este sea subido. Debe devolver cierto si pasa la validación.
● notifyNewUploadedVideo($name,$path): Notifica al VoD que el fichero ha sido 
subido, y debe estar disponible para los clientes. Se pasan el nombre del vídeo y la 
ruta absoluta al fichero de vídeo.
● DeleteVideoFile($name): Peticiona al VoD, que se elimine el Vídeo con el nombre 
pasado por parámetro.
● notifyVideoDeleted($name,$path): Notifica al VoD, que el vídeo va ha ser borra-
do y que debe de dejar de servirlo. Se le pasan la ruta absoluta y el nombre del fi-
chero.
 5.9 Jerarquía y documentación de clases
Toda la documentación y jerarquía de las diferentes clases y interfaces implementadas, 
esta disponible en un manual aparte. Este manual autogenerado de forma automática a par-
tir del código fuente con Doxygen, contienen toda la información y documentación nece-
saria para poder trabajar con el API del gestor de contenidos. El manual se puede encontrar 
en el CD que acompaña la memoria.
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6. Análisis de la Interfaz Usuario
 6.1 Introducción
A continuación, realizamos un análisis de la implementación final de la interfaz de 
usuario. Como hemos visto en capítulos anteriores, la aplicación la forman un conjunto de 
páginas que implementan y muestran gráficamente diferentes funcionalidades requeridas 
por el gestor. Existen dos perfiles, o formas de acceder y trabajar con la aplicación: El per-
fil de usuario, y el perfil de administrador. Estos perfiles condicionan que páginas puede 
ver cada uno, como los controles adicionales que aparecen bajo el perfil de administrador.
Tenemos principalmente las siguientes páginas: Principal, Entrada, Catálogo, Gestión 
de Categorías, Gestión y subida de contenidos y el Reproductor.
 6.2 Características comunes
Todas las páginas que conforman la aplicación, tienen las siguientes partes: Cabecera, 
Menú, Pie y la zona de contenidos. Ver Figura 28.
● Cabecera: En la cabecera del documento, situamos el nombre de la aplicación, op-
cionalmente podemos especificar un logotipo, y en la parte superior derecha tene-
mos los botones o lista desplegable de todas la localizaciones en la que esta dispo-
nible la aplicación.
● Menú: El menú, nos permite navegar de forma rápida entre las diferentes opciones 
que nos ofrece la aplicación. Desde el menú podemos acceder a la página princi-
pal, la página de entrada y el catálogo de recursos.
● Pie: En el pie de documento, podemos mostrar cualquier tipo de información que 
deseemos en toda la aplicación. En este caso mostramos información de debug, 
como el tiempo que el servidor tarda en generar la página como el número de peti-
ciones realizadas al gestor de bases de datos.
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● Zona de contenidos: La zona de contenidos, es la parte dinámica de la aplicación, 
donde mostramos el tipo de recurso solicitado, catálogo, gestión del catálogo, el re-
productor de vídeo, etc.
 6.3 Página principal
En la página principal (ver Figura 29), tenemos el mensaje de bienvenida a la aplica-
ción, un menú desplegable con todas las categorías disponibles para poder acceder de for-
ma directa a la categoría deseada, y dos listados de vídeos compuestos por las últimas no-
vedades, y los vídeos con el mayor número de visualizaciones. El tamaño de los listados 
de vídeos se ajustan dinámicamente al tamaño de la ventana del navegador, mostrando 
solo aquellos vídeos que quepan en la zona de contenidos.
Esta página es común para ambos perfiles, el de administrador y usuario.
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 6.4 Entrada
La página de entrada (ver Figura 30), se limita a la sencilla función de validar la cuenta 
de administrador para que pueda gestionar el portal, como la de desconectar un usuario ac-
tualmente conectado. Esta página, aunque es accesible para ambos perfiles, solo es útil 
para el perfil de administrador.
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 6.5 Catálogo
El catálogo (ver Figura 31), muestra las diferentes categorías y recursos disponibles en 
el sistema. En la parte superior izquierda, tenemos un acceso rápido a todas las categorías 
ascendientes de la categoría actual. En la parte superior derecha, tenemos una lista desple-
gable con todas las categorías disponibles, de forma que podemos acceder a cualquiera de 
Página 94
Figura 30: Captura de la página de entrada del gestor
Figura 31: Captura del catálogo del gestor
Gestor de contenidos de vídeo bajo demanda Alberto Montañola Lacort
ellas en cualquier momento. En la parte central vemos la categorías con una representación 
de una carpeta, y un indicador del número de elementos que estas contienen, y vemos los 
diferentes vídeos con su correspondiente previsualización, nombre y descripción.
Cuando el usuario interactúa con los distintos elementos visibles en el catalogo, este 
accede a la página del reproductor si selecciona un vídeo, o a otra sección del catálogo al 
seleccionar una categoría especifica.
El perfil de usuario simplemente se limita a navegar por el catálogo, mientras que en el 
perfil de administrador tenemos acceso las opciones de gestión del catálogo que nos per-
miten añadir, editar, modificar y borrar vídeos y categorías del catálogo.
 6.6 Gestión de categorías
La página de gestión de categorías (ver Figura 32), solo esta disponible con el perfil de 
administrador. Esta página nos permite insertar,  modificar y eliminar nuevas categorías 
dentro del catálogo. La información que podemos modificar, es el nombre de la categoría, 
su descripción y la categoría padre de la que cuelga.
Página 95
Figura 32: Captura de la página de inserción/modificación de categorías
6. Análisis de la Interfaz Usuario
 6.7 Gestión y subida de contenidos
La página de gestión y subida de contenidos (ver Figura 33), nos permite realizar las 
operaciones de inserción, modificación y eliminación de contenidos multimedia del catálo-
go y el servidor VoD. Al igual que la página de gestión de categorías, esta solo está dispo-
nible bajo el perfil de administrador.
Esta página se encarga de todo el proceso de subida, y inserción de metadatos del ví-
deo. Mientras subimos el vídeo, podemos a la vez escribir el título y descripción de este. 
Una vez finalizada la subida, tal como vimos en el capitulo anterior, el vídeo es registrado 
por el servidor VoD, y se genera una previsualización de forma automática.
 6.8 Reproductor
La página del reproductor (ver Figura 34), contiene el plugin de VideoLAN, con una 
serie de controles de reproducción que tienen el objetivo de cumplir la definición del Ví-
deo bajo Demanda. El ancho del reproductor se ajusta de forma dinámica al tamaño de la 
ventana del navegador. Para poder controlar la reproducción del vídeo, tenemos disponi-
bles los controles de reproducción, pausa y parar. También podemos acceder directamente 
a un punto específico del flujo mediante la barra de progreso del vídeo. Otros controles 
disponibles, son el cambio de la relación de aspecto del vídeo, el control de volumen, y el 
acceso a reproducción a pantalla completa.
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El perfil de usuario solo tiene acceso al reproductor en si, pero bajo el perfil de admi-
nistrador tenemos de forma adicional una serie de opciones que nos permiten modificar y 
eliminar el vídeo seleccionado actualmente.
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7. Conclusiones y líneas abiertas
El uso de aplicaciones de Vídeo bajo Demanda cada vez es más frecuente en Internet, 
cientos de portales ofrecen servicios específicos tanto sociales como comerciales de VoD. 
La proliferación de conexiones con ancho de banda suficiente para usar estas aplicaciones, 
son unos de los posibles puntos que influyen en el éxito de estas aplicaciones. A nivel de 
proveedores de servicios de VoD, cada vez hay más empresas que ofrecen estos servicios 
de forma comercial dentro de sus paquetes de soluciones en telecomunicaciones. Se ha re-
alizado un estudio de los diferentes servicios disponibles en Internet, como un estudio de 
los diferentes elementos y tecnologías relacionadas que forman estos servicios (reproduc-
tor, servidor VoD, códecs, contenedores, etc...).
Durante la realización de este trabajo, se han estudiado y visto un conjunto de tecnolo-
gías y técnicas utilizadas por estas aplicaciones (XHTML, Javascript, AJAX, etc..), como 
también se han utilizado e implementado algunas de estas tecnologías en la aplicación rea-
lizada.
La aplicación ha sido desarrollado principalmente bajo lenguaje PHP, y se tuvo que 
utilizar Python para la implementación del gestor de subidas para poder saltarse las limita-
ciones técnicas actuales de PHP sobre la subida de ficheros. Se han puesto en práctica los 
conocimientos y técnicas adquiridos durante la titulación, especialmente en el uso del pa-
radigma de la programación orientada a objetos bajo PHP, la implementación de la interfaz 
que se comunica usando sockets tcp contra el servidor de vídeo, el diseño de las estructu-
ras de datos, etc.
En general, aunque se ha alargado mucho el desarrollo de la aplicación, específicamen-
te la redacción de esta memoria, se han cumplido los requisitos y objetivos previstos para 
esta aplicación. Se cumplen tanto los requisitos que deben cumplir los servicios de Vídeo 
bajo Demanda, como los requisitos de gestión y administración del catálogo. Los requisi-
tos no se han mantenido estáticos durante todo el desarrollo, y estos requisitos se han adap-
tado y/o ampliado a las necesidades actuales, como a las últimas tecnologías disponibles 
para el desarrollo de esta aplicación.
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Durante el desarrollo de esta aplicación, se han probado y considerado varios servido-
res de vídeo bajo demanda a ser utilizados, como también se han probado la compatibili-
dad de estos servidores con los clientes reproductores disponibles actualmente, y de estos 
reproductores cuáles son soportados por los distintos sistemas operativos y navegadores 
disponibles. Aunque al final se decidió utilizar VideoLAN, tanto como aplicación servido-
ra de VoD como cliente reproductor, principalmente por ser la aplicación que más platafor-
mas soporta; VideoLAN todavía no esta preparado para ser utilizado en entornos de pro-
ducción, se probaron diferentes versiones a lo largo del desarrollo, con resultados diferen-
tes. El servidor entra muy fácilmente en deadlock durante su operación (específicamente 
cuando se esta iniciando o dando de alta un vídeo y un cliente realiza una petición), y la 
implementación del plugin, a parte de solo soportar dos navegadores específicos, este es 
algo inestable, y puede provocar desde un deadlock en el propio navegador como puede 
simplemente segmentar al leer o escribir en una dirección incorrecta de memoria.
Propongo los siguientes puntos de ampliación, y posibles mejoras para la aplicación:
● Diseño: El diseño gráfico no puede ser del agrado del todo el mundo, se podrían 
escribir hojas de estilo alternativas con otras propuestas. Adicionalmente, la separa-
ción diseño/estructura todavía no es perfecta, y hay muchos atributos y elementos 
de diseño que se tendrían que mover del árbol XHTML al las hojas de estilo. Para 
ello propongo migrar a una versión más reciente o estricta de XHTML, que fuerza 
esta clara separación, considerando muchos de los atributos utilizados como no vá-
lidos.
● Interfaces VoD: Actualmente se ha implementado una interfaz que nos permite 
trabajar con el servidor de VoD de VideoLAN, propongo estudiar e implementar el 
uso de otros servidores de VoD (Darwin, Icecast, Flumotion, etc...), como también 
el plugin ha utilizar con estos.
● Interfaces de SGBD: Tener interfaces contra otros SGBDs (PostgreSQL, Firebird, 
etc...) podría ser útil, sobretodo para aquellos que no se se sientan cómodos con 
MySQL.
● Comentarios: Implementación de sistemas de comentarios en los vídeos, de forma 
que los usuarios del sistema pueden opinar y valorar lo que ven.
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● Tags: Implementación de etiquetas (tags), para clasificar los vídeos, por los propios 
usuarios, de forma que luego sea más fácil encontrar cosas en bibliotecas inmen-
sas.
● Buscador: Implementar un buscador de vídeos, a partir del título, descripción, me-
tadatos, y tags del vídeo.
● Servicio social: Implementar todas aquellas características y funcionales que de-
ben cumplir los servicios sociales como los que hemos visto. Subida de vídeos por 
los usuarios, comentarios, tags, etc..
● Compatibilidad con otros navegadores: Hay que mejorar la compatibilidad con 
los otros navegadores disponibles, específicamente arreglar el sistema de subida de 
ficheros para Konqueror. El caso de Internet Explorer es especial, ya que hay mu-
chas funcionalidades y problemas para arreglar y asegurar una perfecta compatibi-
lidad con aquellos navegadores que no pueden o no son capaces de seguir unos es-
tándares.
● Mejoras de VideoLAN: Participar en el proyecto de VideoLAN, arreglando los fa-
llos actuales tanto en el servidor como en el cliente y enviando parches a los desa-
rrolladores del proyecto.
Existen infinitas posibilidades para ampliar la aplicación, ya que la aplicación es de có-
digo abierto y libre, esta abierta a futuras aportaciones de cualquier persona en el mundo 
que lo desee.
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Capítulos Subtítulos Formatos de vídeo soportados Formatos de audio soportados
3GP 3GPP Si Si Si ? 3GPP Timed Text MPEG-4, H.263 y H.264/MPEG-4 AVC





Microsoft Si Si Si Si Si
Casi todo mediante VFW o DMO. H.264/AVC da 
problemas
Casi  todo  mediante  ACM2 o  DMO3. 
Vorbis da problemas
AVI Microsoft Si4 Si5 Si6 Si, pero con hacks Si, pero con hacks
Casi todo mediante VFW. H.264/AVC da proble-
mas por la limitación de imágenes-B




DivX Si Si Si Si Si Mediante DivX vídeo mp3, PCM, AC-3
Flash Video Adobe ? ? ? ? ? ? ?
1 Imagen-B: Para construir una imagen-B, es necesario información de imágenes anteriores, ya que solo se codifican las diferencias entre imágenes individuales, existen diferentes ti-
pos de imágenes-B según el tipo de compresión utilizado.
2 ACM: Compresor de audio de Windows
3 DMO: Compresor de audio de DirectX
4 No soportados de forma nativa
5 El compresor de audio de windows (ACM), no funciona con flujos de audio variables, pero la especificación AVI si la soporta.
6 AVI no esta diseñado para guardar imágenes a tasas variables, pero se puede emular
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Matroska Dominio  Pú-
blico
Si Si Si Si Todos, hasta fuentes Todos Todos
MCF BSD-
style/GNU1




MPEG Si Si ?
Solo  en  archivos 
VOB en DVD
Solo en archivos VOB MPEG-1, MPEG-2





MPEG Si Si Si No Con ETSI EN 300 743
MPEG-1,  MPEG-2,  MPEG-4  ASP, 
H.264/MPEG-4 AVC
MPEG-1 Layers I, II, III (mp3), AC-3, 
LPCM, DTS, AAC
MOV Apple Si Si Si Si Si Todos mediante el gestor de QuickTime Todos mediante el Sound Manager o 
CoreAudio de Apple
MP4 MPEG Si Si Si En datos de usuario ttxt, VobSubs, BIFS
MPEG-1,  MPEG-2,  MPEG-4  ASP, 
H.264/MPEG-4 AVC
MPEG-1  Layers  I,  II,  III  (MP3), 





Si Si Si Si Si Todos Todos
OGG/OGM Xiph.org Si2 Si No Si
Ogg  Writ,  SRT  y  Mi-
croDVD con OGMtools.
Theora  y  todos  mediante  VFW.  H.264/AVC no 
funcionan.




Si ? Si ? Si RealVideo 8, 9, 10
(HE)-AAC, Cook Codec, Vorbis, Rea-
lAudio Lossless
VOB MPEG Si Si Si Si VobSub MPEG-2 Part 2
AC-3,  Linear  PCM,  DTS,  MPEG-2 
Part 3, MPEG-1 Layer II
Información extraída de [wik07]  http://en.wikipedia.org/wiki/Comparison_of_container_formats 
1 Licencia del tipo BSD para las especificaciones, licencia GNU para las herramientas.
2 No soportado de forma nativa
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9. Apéndice B – Código fuente y referencia del API
En el CD que acompaña la memoria, se encuentra el código fuente de la revisión de la 
aplicación en fecha de publicación de esta memoria. Adicionalmente, es posible descargar 
el código fuente desde el repositorio subversion donde esta alojado el proyecto. En la di-
rección  http://apf.almlys.org hay información actualizada de donde y como descargar 
nuevas revisiones del código fuente de la aplicación.
En el CD también podemos encontrar el manual de referencia de la API de la aplica-
ción, generado automáticamente a partir del código. Una versión en línea del manual esta-
rá disponible para futuras revisiones en la misma dirección citada anteriormente.
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12. Licencia
Esta obra está bajo una licencia Reconocimiento-Compartir bajo la misma licencia 2.5 
España de Creative Commons. Para ver una copia de esta licencia, visite http://creative-
commons.org/licenses/by-sa/2.5/es/ o envie una carta a Creative Commons, 559 Nathan 
Abbott Way, Stanford, California 94305, USA.
Nota: El código fuente de la aplicación, esta liberado bajo la licencia GNU GPL.
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