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Para entender la gestión de incidencias según su contexto nos explica que es un 
proceso que se centra en apagar ‘incendios’ rápidamente es decir brindas 
soluciones rápidas a los incidentes presentados en el momento, por ello se 
utilizan soluciones tecnológicas, tales como sistemas orientados a las buenas 
prácticas para el control de este proceso. El sistema Implementado en esta 
investigación ofrece una solución tecnológica a nivel web que permita gestionar 
las incidencias suscitadas dentro del área de soporte general del centro de 
cómputo INFO-UNI. 
 
El objetivo de la investigación fue precisar, la influencia de un sistema informático 
para la gestión de incidencias basado en NTP-ISO/IEC 20000:2012 NTP-ISO/IEC 
17799:2007 y NTP-ISO/IEC 12207:2006 en el centro de cómputo INFO-UNI lima 
2017, para ello se definió que el tipo de estudio de la investigación fuera de 
diseño pre-experimental, asimismo se seleccionó como método de investigación 
el tipo hipotético – deductivo. La metodología usada para el desarrollo de la 
gestión de incidencias fue la metodología XP, como gestor de base de datos se 
seleccionó a MySQL y el lenguaje que está desarrollado el sistema es PHP (PHP 
hipertext pre - processor). 
 
Los indicadores de esta investigación fueron el tiempo en el registro de incidentes 
y el tiempo en la búsqueda de equipos tecnológicos; para el procesamiento de 
datos se tomó como población, el tiempo en la resolución de los incidentes y el 
tiempo de búsqueda de equipos tecnológicos en una semana determinada antes y 
después de usar el sistema. 
 
Como conclusión en base a los resultados observados se determinó que el 
sistema informático para la gestión de incidencias basado en NTP-ISO/IEC 
20000:2012 NTP-ISO/IEC 17799:2007 y NTP-ISO/IEC 12207:2006 en el centro 
de cómputo INFO-UNI lima 2017 influyó en el tiempo de resolución de incidentes 
y porcentajes de incidentes resueltos durante el tiempo acordado. 
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To understand incident management according to its context, it explains that it is a 
process that focuses on putting out 'fires' quickly, that is to say, providing quick 
solutions to the incidents presented at the moment, that is why technological 
solutions are used, such as systems oriented to good practices for the control of 
this process. The system Implemented in this research offers a technological 
solution at the web level that allows to manage the incidents raised within the area 
of support general of the computer center INFO-UNI. 
 
The objective of this investigation was to specify the influence of a computer 
system for incident management based on NTP-ISO/IEC 20000: 2012 NTP-
ISO/IEC 17799: 2007 and NTP-ISO/IEC 12207: 2006 in the center of computation 
INFO-UNI lima 2017, for this it was defined that the type of study of the research 
outside pre-experimental design, also was selected as research method the 
hypothetical-deductive type. The methodology used for the development of 
incident management was the methodology XP, as database manager was 
selected to MySQL and the language that is developed the system is PHP (PHP 
hypertext pre - processor). 
 
The indicators of this investigation were, the time in the resolution and the 
percentage of incidents solved during the agreed time; for the data processing, the 
number of incidents, the time in the resolution of the incidents and the percentage 
of incidents resolved during the agreed time in a given week before and after using 
the system were taken as population. 
 
As a conclusion based on the observed results it was determined that the 
computer system for incident management based on NTP-ISO/IEC 20000: 2012 
NTP-ISO/IEC 17799: 2007 and NTP-ISO/IEC 12207: 2006 in the center of INFO-
UNI lima 2017 computation influenced in the incident resolution time and 
percentages of incidents resolved during the agreed time. 
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    El presente trabajo de investigación refiere a un sistema informático para la 
gestión de incidencias basado en NTP-ISO/IEC 20000:2012 NTP-ISO/IEC 
17799:2007 y NTP-ISO/IEC 12207:2006 en el centro de cómputo INFO-UNI lima 
2017.  
 
La causa principal de la indagación es conocer si al implementar el sistema 
informático para la gestión de incidencias impacta en el centro de cómputo Info-
uni específicamente en el área de Soporte General, ya que gran parte de las 
instituciones estatales no manejan gestiones que permitan estandarizar procesos. 
 
En el capítulo I se expone la realidad problemática del centro de cómputo objeto 
de estudio, al igual que antecedentes de investigaciones relacionadas a la 
presente indagación. Así mismo, las teorías para enriquecer y entender la 
investigación, como la formulación del problema, justificación, hipótesis y objetivos 
de la presente indagación. 
 
En el capítulo II se menciona el diseño de la investigación, las variables 
dependiente e independiente, la población y muestra, la técnica e instrumento de 
recolección de datos, el método de análisis de datos y los aspectos éticos. 
 
En el capítulo III, IV, V, VI y VII se dan a conocer los resultados de la investigación 
analizándolo por dimensiones referente a la variable “Sistema Informático” a 
través de cuadros y gráficos, luego la discusión de los resultados, las 














1.1 Realidad problemática 
 
Hoy en día gran parte de los centros e instituciones enfocados a la 
computación que son públicas no presentan acciones y/o procesos capaces de 
satisfacer a los usuarios, ya que la atención que brindan no es eficiente, este 
suceso toma como base principal el área de soporte técnico , el cual tiene el 
deber de poder identificar e informar por parte del encargado al personal técnico 
la tarea indicada, realizarlo mediante una adecuada gestión y a la vez aportando 
ideas de mejoras en sus procesos , es por eso que se necesita identificar en que 
actividad se detectan más incidencias. 
 
La presente investigación se realiza en el Área de Soporte Técnico del Centro 
de Computo INFOUNI - Universidad Nacional de Ingeniería ubicada en el Distrito 
del Rímac de la provincia de lima, brinda diferentes servicios de atención a todo el 
centro de cómputo, teniendo como objetivo minimizar los incidentes, atención de 
calidad a los usuarios (Alumnos), y mantener un seguimiento de prevención a 
todas las actividades a nivel informático que se realizan en el Centro de Computo. 
Apoyados por un Documento Excel donde se realiza un informe diario e identifica 
los incidentes en todos los laboratorios, detallando que procedimiento realizo el 
soporte y en qué estado está el incidente. 
 
Durante el proceso de gestión de incidencia , y en la primera visita que se realizó 
al centro del cómputo junto con un sub encargado del área de Soporte, indico que 
se refleja distintos deficientes como la infraestructura tecnológica  que se implanto 
en el centro , la inadecuada administración de gastos para equipos informáticos 
que se utilizan, el incumplimiento de los servicios con los usuarios en general , los 
incidentes de los equipos de cómputo tanto hardware como software  y 
aplicaciones , tales como los sistemas operativos , herramientas de compartido 
por red , los servidores , la base de datos que llegan a ser el documento Excel 
donde se registran los incidentes y que en distintas ocasiones esta herramienta 
que esta compartida en la red se modifica para que dejen sus informes cada día 
los Soportes, estos se eliminan o los cambian intencionalmente ya que tienen los 
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mismos permisos y es también cuando accidentalmente se queda guardado y 
manipulado por distintos usuarios dentro del Centro. 
 
Es por eso que se estudia la influencia de sistema informático para la gestión de 
incidencias basado en NTP-ISO/IEC 20000:2012 NTP-ISO/IEC 17799:2007 y 
NTP-ISO/IEC 12207:2006 en el centro de cómputo INFO-UNI lima 2017 
permitiendo dar un seguimiento a todas las actividades desempeñadas por el 
soporte y mejorar los procesos del centro aplicando acciones preventivas , 
corrigiéndolas y mejorándolas a fin de optimizar y automatizar el proceso de 
gestión de incidencias , el cual orientara la posición del soporte pasando a ser un 
generador de valor al negocio (Centro) y centrándose en brindarle el servicio 



































1.2 Trabajos previos 
 
En el estudio para optar el grado Ingeniero Informático titulada 
“Implantación de los procesos de Gestión de Incidentes y Gestión de 
Problemas según ITIL V3.0 en el área de Tecnologías de Información de 
una entidad financiera” en la ciudad de Lima – Perú, señala lo siguiente : El 
tipo de investigación que se aplicó en esta tesis fue experimental ya que es 
una técnica estadística que va a permitir identificar el efecto dentro de un 
grupo de estudio , manipulando uno o más variable y medir como impacta 
en otra variable de interés en la investigación, y se llegó a las siguientes 
conclusiones: 
 
 Al momento de solucionar un determinado incidente no se puede 
priorizar la magnitud del problema, así que un encargado debe verificar y lo 
asigna, por otro lado, no se miden los tiempos en la resolución de un 
problema sin importar la prioridad, de tal manera que se debe informar a un 
jefe encargado para una pronta solución. 
 
Luego de revisar todos los incidentes, se muestra una diferencia en 
registros por prioridad, mostrándose afectada prioridad 2 y 4 ya que uno 
presenta pocos incidentes y otro presenta una gran cantidad de incidentes 
registrados, así que se debe analizar las gestiones afectadas y verificar si 
tiene una escala superior al incidente. Por último, se debe capacitar a los 
usuarios sobre la gestión que se maneja para que reporten el problema 
que se les presenta de una manera estandar y se les brinda una solución 
rápida (Gómez, 2012, p.81), 
 
De este antecedente, se ha considerado el concepto sobre la 
optimización de los proceso de la gestión de incidentes, el cual 
muestra un diagrama del proceso que quiera implementar de gestión 
en base a ITIL mejorando ventajosos subprocesos de registro y 




En el estudio para optar el grado de Ingeniero de Sistemas titulada 
“Modelo de Gestión de Incidencias basado en ITIL para reducir el tiempo 
de diagnóstico de incidentes de servicio de soporte técnico en la 
Universidad del Altiplano Puno-2014” en la ciudad de Puno – Perú, señala 
lo siguiente: La investigación se caracterizó bajo un estudio de tipo 
experimental con diseño pre experimental con una población y muestra de 
54 incidentes, se llegó a las siguientes conclusiones: 
  
 Al terminar los estudios de la gestión mediante los objetivos 
planteados, se pudo visualizar un impacto en la resolución de los 
incidentes reduciendo el tiempo en un 77%, luego se estudió el nivel de 
madurez de los procesos propuestos de ITIL, en donde se detecta que está 
en un nivel inicial por falta de documentar distintas actividades de la 
gestión, como las responsabilidades y políticas que establecen 
procedimientos correspondientes al área. 
 
Se pudo establecer los procesos, así como los actores y sus roles y 
las métricas para ver los cambios en la gestión, de la misma forma se 
implementó el software correcto para el funcionamiento de la mano con la 
gestión de ITIL y su marco de trabajo propuesto. A la implementación se le 
pudo hacer pruebas para verificar su impacto en la empresa, en donde se 
detectó un número de casos de incidencias, en el cual se compara con la 
anterior forma de trabajo y se logra afirmar que se reduce 
significativamente el tiempo el en diagnóstico de incidentes (Palli, 2014, 
p.113). 
 
De este antecedente, se ha tomado en cuenta el concepto sobre la 
arquitectura propuesta para el modelo de gestión que se aplicó en tal 
universidad definiendo las principales funcionalidades en base a los 
requerimientos específicos especificando los procesos que 





En el estudio para optar el grado de Ingeniero de Computación y 
Sistemas titulada “Mejora de los procesos de Gestión de Incidencias y 
Cambios aplicando ITIL en la Facultad de Administración - USMP” en la 
ciudad de Lima – Perú, señala lo siguiente: En la investigación se utilizó la 
prueba de tipo Caja negra dado que se dirige en los resultados obtenidos  
de las prueba y los resultados de salida, y se llega a las siguientes 
conclusiones: 
 
 Se pudo mapear todos escenarios para ver sus deficiencias y 
oportunidades, observando las actividades que se realizaban día a día, 
para luego realizar cambios dentro de su gestión actual. Una vez 
rediseñado los nuevos procesos para las incidencias y gestión de cambios 
se deben establecer los nuevos servicios. 
  
 Finalmente se estudió el software que se acople a las necesidades y 
objetiivos de la empresa bajo criterios de las buenas prácticas de ITIL, y 
desarrollado de mano con la ISO 9126, el cual fue ITOP, cumpliendo con 
todos los requerimientos previos que se estudió. Para luego haberse 
implantando cubriendo la información principal de la entiedad, áreas , 
usuarios e incidentes más comunes , posteriormente se realizó una 
encuesta a los usuarios para ver su nivel de satisfacción, en donde los 
resultados fueron positivos , y se resalta el nivel de calidad y rapidez de 
atención (Evangelista Y Uquiche, 2014, p.116). 
 
De este antecedente, se ha tomado en cuenta el concepto sobre la 
estructura de procesos que se aplica en la investigación determinando el 
mapeo de los procesos existentes, posteriormente se estudió y se implanto 







En el estudio para optar el grado de Ingeniero de Sistemas titulada 
“Impacto de la Implementación de Gestión de Incidentes de TI del 
Framework ITIL V3 en la Sub-Área de End USER Computer en GoldFields 
La Cima S.A. – Operación Minera Cerro Corona” en la ciudad de 
Cajamarca – Perú, refiere lo siguiente: el tipo de investigación que se 
realizo fue pre-experimental ya que se orienta a estudiar una variable sin 
comparación entre grupos, y llega a las siguientes conclusiones: 
 
 Se pudo identificar el impacto de la gestión mediante su 
implementación a través de sus métricas como la cantidad de incidentes, el 
tiempo de resolución, la satisfacción del cliente. Esto se puede reflejar 
mediante los resultados obtenidos, en donde se constata como era la 
situación actual del área y después de la implementación. 
 
Se finalizo el proyecto para la gestión de incidentes de ITIL en base 
a las necesidades de la empresa, además de implantar el software 
adecuado el cual fue IT Management System dado que maneja una base 
de conocimientos, ordena la información de la producción a través de un 
inventariado y genera los reportes detallando información como ayuda para 
el administrador (Ibáñez, 2013. p.140). 
 
De este antecedente, se ha tomado en cuenta el concepto que 
define el autor la mala implementación de la gestión de incidentes, 
explicando que no se siguen los procedimientos planteados, además 
de solucionar las incidencias sin registrar y omitiendo protocolos. No 









En el estudio para optar el grado de Ingeniero de Sistemas y 
Computación titulada “Implementación de marco de trabajo ITIL V.3.0 para 
el proceso de Gestión de Incidencias en el Área del Centro de Sistemas de 
Información de la Gerencia Regional de Salud Lambayeque” en la ciudad 
de Chiclayo – Perú, refiere lo siguiente: La investigación es de tipo cuasi-
experimental ya que se observara el proceso actual y la mejora después de 
aplicar el marco de trabajo ITIL, y se llega a las siguientes conclusiones: 
 
 Una vez implementado las practicas ITIL se minimizo los incidentes, 
por la gestión correcta de los procesos para la solución y así las distintas 
áreas cumplen con el servicio, esto se debe gracias a la reducción del 
tiempo para finalizar un incidente, con el apoyo del encargado para agilizar 
la atención. 
  
 Se mejoró la atenció al usuario con respecto a los problemas que 
presentaban los trabajadores por medio de software y/o controles de ITIL, 
ya que entre los trabajadores y el área de gestión de TI se mantiene un 
acuerdo de calidad de servicio por tiempo de atencion (Gonzales, 2015, 
p.144) 
De este antecedente, se ha tomado en cuenta el concepto sobre los 
pro y contra de la gestión de incidencias el cual indica que se 
presentaran mejoras en la productividad, cumplimiento de los niveles 
de servicios, mayor control de procesos y monitorización de 
servicios. Por el contrario, los riesgos que trae una incorrecta 
implementación de gestión de incidencias son los bajos niveles de 
servicio, se pierde información importante sobre las causas y efectos 









En el estudio para optar el grado de Ingeniera de Sistemas 
Computacionales titulada “Estudio de Gestión de Servicios de Tecnología 
de la Información mediante estándares ITIL” en la ciudad de Ibarra – 
Ecuador refiere lo siguiente: para los niveles de servicio se aplicó los tres 
acuerdos , el cual son el SLA que detallara las actividades por parte del 
área de TI para el negocio , el acuerdo OLA que explica las 
responsabilidades del encargado de TI con el negocio y el UC un formato 
de convenio entre las dos partes para que se le pueda brindar todos los 
requerimientos que pida el área de TI , y se llega  a las siguientes 
conclusiones: 
En la fase estrategia de servicio de ITIL, el propósito es aliarse con 
los objetivos y ser un activo dentro de la empresa de manera que se pueda 
cumplir su ciclo de vida de servicio, siempre y cuando mantengan 
identificadas sus metas del negocio con los de la Area de TI. Consiguiente 
a esta fase está el diseño del servicio el cual propone cambio del servicio, 
esto sucede cuando hay una comunicación entre la organización y los 
clientes que permiten agregar requerimientos para mejorar el servicio. 
Luego está la transición del servicio en donde se refleja la 
implementación de todo lo diseñado manteniendo un control sobre posibles 
riesgos y mitigándolos. Paralelo a esta fase se implementa la operación de 
servicio donde se aplican los procesos actividades y funciones propuestas 
manteniendo un estándar de calidad. Finalmente, está la mejora continua 
que se encarga de mantener proactivo los procesos y actividades, para 
mejorar los niveles de servicio y que se cumpla los tiempos establecidos en 
el SLA y OLA (Fuentes, 2015, p.209). 
 
De este antecedente se ha tomado en cuenta el concepto de Ciclo 
de vida a implementar de los Servicios TI, que refiere, existe 5 
Etapas: Estrategia del servicio, diseño del servicio, transición del 
servicio , operación del servicio y mejora continua del servicio para la 




En el estudio para optar el grado de Ingeniero en Computación 
titulada “Implementación de un Sistema Service Desk basado en ITIL” en la 
ciudad de Distrito Federal-México refiere lo siguiente: el propósito del 
proyecto es de darle facilidades al usuario para que se entienda 
rápidamente, manteniendo una funcionalidad completa para poder registrar 
y dar un seguimiento a incidentes, y en la investigación se llega a las 
siguientes conclusiones: 
 
Se pudo implementar un sistema llamado Reports System que 
maneja los siguientes parámetros, como el de cambiar por tipo de incidente 
luego solucionarlo en su ciclo de vida , esto bajo los procesos que 
impacten la continuidad del negocio , teniendo como criterios la urgencia 
por los usuarios por su demanda 
 
Se visualizó que la implementación mantengan las métricas pre-
establecidas , como la gestión correcta de la información basándonos en 
las pruebas que se realizaron donde se observa una continuidad, de la 
misma manera con los procesos que siguen los usuarios, manteniendo la 
estructura , también manejando con seguridad que usuarios pueden 
realizar distintas actividades , y darles las facilidades a ciertas áreas como 




De este antecedente se ha tomado en cuenta el concepto sobre los 
Beneficios de ITIL ya que provee conocimientos de calidad de la 
gestión de los servicios de TI resaltando las debilidades potenciales 
en el manejo de operaciones de TI, las estimula de manera proactiva 






En el estudio para optar el grado de Ingeniero en Sistemas e 
Informática titulada “Análisis y Diseño del Service Desk basado en ITIL V3 
para QUITOEDUCA.NET” en la ciudad de Sangolqui-Ecuador refiere lo 
siguiente: Propone como alcances documentar los nuevos subprocesos a 
aplicar como los diagramas y flujos que permitan medir la implementación, 
también establecer las políticas de responsabilidades de los trabajadores, y 
en la investigación se llega a las siguientes conclusiones: 
 
Sobre la implementación de ITIL, en la investigación se llegó a la 
conclusión que en grupo es una buena práctica que se debe acoplar para 
las necesidades que presente la organización mejorando su servicio en 
base a parámetros de calidad que ofrece ITIL. En la fase de investigación 
del tema se visualiza que la entidad no cuenta con actividades o procesos 
que permiten observar la fluidez del servicio actual por ende se muestra 
una mala gestión del servicio, el cual se manifiesta sobre las quejas de los 
usuarios 
 
Finalmente se realizó una prueba con la herramienta espina de 
pescado el cual muestra causas y efectos negativos de una empresa, 
mostrando como resultado la falta de diseño de proceso en otros 
momentos se aplicaba una administración de los procesos en la gestión de 
incidentes, pero no centrada al personal adecuado, y por ende no se podía 
solucionar el incidente (Espinoza Y Socasi, 2011, p.161). 
 
De este antecedente se ha tomado en cuenta el concepto sobre la 
gestión de Servicio IT refiere que es un método ordenado y 
profesional que proporciona un sistema de información confiable, 
eficiente y cumple con los requerimientos del negocio gracias a una 
combinación adecuada que aplica la gestión de servicios el cual es 





En el estudio para optar el grado de Ingeniero en Sistemas 
Computacionales titulada “Implementación de una metodología para 
gestionar el monitoreo de servicios informáticos sustentado en ITIL v3 
apoyado en tecnología Open Source” en la ciudad de Guayaquil – Ecuador 
refiere lo siguiente: la investigación se orienta en modo correcto ya que 
soluciona problemas prácticos e interviene en todas las áreas impactadas, 
y se llega a las siguientes conclusiones: 
 
Al momento de haber implementado el software libre llamado 
Pandora FMS, tiene la ventaja de no utilizar servidores dedicados ya que 
ello conlleva las necesidades y gastos de la empresa a nivel tecnológico y 
reduciendo los costos de implementación. También el hecho de monitorear 
un sistema nos permite mostrar de manera general a la empresa a un 
administrador para poder detectar un incidente que afecte la continuidad 
del servicio y brindarle una solución rápida. 
 
Finalmente, el software Pandora FMS tiene características, como el 
de ser entendible para que el administrador hago el uso correcto. Previo a 
la implementación se realizó una comparación con otros sistemas que 
manejan la misma herramienta, en donde se muestra que pandora conlleva 
las soluciones a las necesidades estudiadas de la empresa 
(Guamanquispe, 2013, p.256). 
  
De este antecedente se ha tomado en cuenta la implantación del 
programa Pandora FMS, este software  se utilizó para el monitoreo 
que permite a los soportes manejar el estado de las redes , ver 
información estadística , facilita con gráficos  y tablas de datos así 







En el estudio para optar el grado de Ingeniero de Sistemas titulada 
“Análisis y propuesta de Implementación de las mejores prácticas de ITIL 
en el departamento de sistemas de la Universidad Politécnica Salesiana 
sede Guayaquil”  en la ciudad de Guayaquil-Ecuador refiere lo siguiente: 
La investigación es de tipo descriptivo ya que se explica los procesos 
actuales que se manejan y no experimental ya que se realizara un estudio 
para un diagnostico como propuesta. En la investigación se llega a las 
siguientes conclusiones: 
 
En el proceso de estudio se refleja la necesidad de mejorar el 
aspecto de la infraestructura tecnológica por parte de los usuarios, ello 
conlleva implementar un sistema que permita evolucionar mediante toma 
de decisiones , esto en base a una comunicacion entre el administrador y el 
usuario para poder entender mejor los requerimientos que retenga el 
crecimiento a nivel de la TI. 
 
Finalmente se observa que internamente los encargados del área 
manejan responsabilidades sobre los registros de incidentes, sin la 
necesidad de procedimientos estandarizados y a largo plazo mostrando 
una mala atención. Por ende, mediante las actividades antes mencionadas 
se visualiza la necesidad de mejorar los procesos trabajos con las prácticas 
de ITIL para mejorar la gestión de TI en el área.(García Y Gavilanes, 2015, 
p.140). 
 
 De este antecedente se ha tomado en cuenta el concepto sobre él 
Porque cambiar lo que funciona refiriendo a que al realizar estos tipos de 
cambios se visualizan las buenas prácticas al entorno actual. Mejora el 
ciclo de vida del servicio. amplia las métricas para reconocer problemas. 








1.3 Teorías relacionadas al tema 
  
El presente trabajo analiza la influencia de un sistema informático para la 
gestión de incidencias basado en NTP-ISO/IEC 20000:2012 NTP-ISO/IEC 
17799:2007 y NTP-ISO/IEC 12207:2006 en el centro de cómputo INFO-
UNI lima 2017, en ese sentido, es preciso aclarar algunos conceptos. 
 
Para Medina (2006, p. 34), explica que un sistema informático esta 
agrupado por distintas características tales como los recursos tecnológicos, 
humanos y económicos, que se interrelacionan para brindar como 
resultado el objetivo trazado por la entidad, demostrando mejoras en las 
gestiones administradas y toma de decisiones. 
 
Para Martínez (2009, p. 17), el sistema informático constituye tres aspectos 
el hardware, software y el equipo de personas que realizan sus funciones 
en base a ello. El hardware refiere a todos los componentes físicos que 
conforma parte de un sistema informático, y el software es el 
funcionamiento lógico que permite usar programas para controlar los 
hardware en determinadas tareas. La base de los programas informáticos, 
utiliza un sistema binario para realizar determinadas operaciones. 
 
En ese mismo orden, Cobo, Gómez, Pérez y Rocha (2005, p. 99), explican 
que el PHP como lenguaje de programación,  se interpretara internamente 
por el lado del servidor. El cual estas fuentes son fusionadas en código 
HTML para que puedan ser ejecutadas en los servidores web a través de 
un medio que pueda dirigir el resultado al cliente que lo solicito, que sería la 
página web en HTML puro. 
 
Para Pressman (2010, p. 62) refiere que la metodología de desarrollo XP, 
es una programación extrema enfocada a objetos, como parte de un 
prototipo que se practica en el área de desarrollo, y engloba cuatro 





Sobre el contexto de Sommerville (2005, p. 364) refiere que en la 
metodología de desarrollo de software los requerimientos que se solicitó al 
cliente se mostradas en forma de historias de usuario, en donde se les 
acoplara una serie de tareas. Los desarrolladores trabajan agrupados para 
que puedan realizar sus pruebas antes de agregar los cambios al sistema. 
 
En este punto de la investigación explicamos a que está orientado el 
servicio que se proponer implementar y que se características conlleva la 
gestión de incidencias, es por eso que se toma como referente el auto B-
ABLE (2011, p.79) menciona que el objetivo de la gestión de incidencias es 
dar la solución a los incidentes para que la atencion no esté paralizado. 
Refiriendo que debe mantener continuo las actividades minimizando el 
impacto que se presenta en el momento, siguiente una serie de procesos 
que inicia desde el registro de la incidencia en la mesa de servicio, el cual 
debe estar al alcance del usuario como actor principal y el que reporte 
hacia los soportes. Por ende, al obtener rápidamente los registros el 
servicio se mantendrá continuo. En caso los incidentes persisten, pasan a 
una siguiente que se llama solicitud de cambio (RFC), de la misma manera 
el esquema de la gestión de problemas no debe cambiar ya que está unido 
a la gestión de incidencias, dado que si ellos continúan se vuelve un 
problema, el cual conlleva una serie de subprocesos. 
 
Para los autores de AENOR (2009, p.545), se da a entender que la gestión 
de incidentes está dentro de un flujo de actividades en conjunto con el uso 
de tecnologías, el cual permite la estabilidad del servicio de la empresa 
dentro de sus procesos de negocio, sobre sus políticas internas , la 
arquitectura tecnología y las personas capacitadas quienes la manejan, 
mencionado estos criterios la gestión de incidencias tiene como objetivo 
una solución rápida a problemas imprevistos sin percatarse si la solución 
dejo rastros , debido a que se solucionan rápido en la atención de 
problemas, se entiende que la gestión de incidencias tiene por propósito 
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FIGURA 01: Actividades principales del proceso de gestión del incidente 
 
La gestión de incidencias maneja una serie de procesos , que se 
mencionaba anteriormente el cual se toma como el ciclo de vida para 
brindar el servicio con el propósito de resolverlo y evitando corte del 
servicio , por lo tanto se toma el concepto de la ISO-20000 (2012) 
explicando que la Gestión de incidencias y Gestión de problemas son muy 
distinto ya que uno se orienta a buscar causas por el cual se presentó 
incidente , mientras que el otro realiza soluciones rápidas para evitar cortes 






























El procedimiento que sigue la gestión de incidentes inicia desde que se 
detecta y por parte del usuario lo reporta , luego se ingresa el registro a 
una mesa de ayuda especificando el incidente , se hace el registro 
clasificando el nivel del incidente luego se almacena en una Base de datos 
, y se inicia verificación de resolución , en caso se resuelva se reporta la 
solución y se cierra , caso contrario sube de escala a un siguiente nivel , y 
nuevamente se procede a verificar la resolución para cerrar el incidente. 
 
 








FIGURA 02: Proceso de la Gestión de Incidentes 
 
Al momento que se implanta la gestión de incidencias este puede presentar 
distintas características como indican los autores Oltra, Raul , Roig, José 
(2014, p.220) refiriendo que al momento de inicar el marco de trabajo de 
ITIL , entraran en juego diversos escenarios positivos o negativos como la 
no aceptación por parte de los usuarios como actores principales , la forma 
de cambiar y los nuevos métodos a trabajar con el software , los problemas 
de adaptación cultural. Un software bien desarrollado puede permitir la 
reducción del impacto sobre los factores mencionados en el resultado final 


























Por otro punto, para Bon, y otros (2008), el primordial objetivo de 
la fase de Gestión de incidencias es retornar a 
un escenario corriente minimizando impactos referente los procesos de 
la fábrica. La gestión de incidencias tiene por labor envolver cualquier 
evento que interrumpa o pueda impedir el servicio. 
 
Gestión de Problemas, nos explica la entidad B-ABLE (2011, p.84) 
refiriendo que plantea como objetivo el de investigar y analizar los 
problemas que afectan la continuidad del servicio. Se debe seguir un flujo 
de actividades para identificarlas y proponer soluciones para minimizar su 
repetición ello conlleva llevar una serie de actividades el cual son 
identificar, registrar y analizar , verificando su actitud proactiva , luego 
determinar una solución y detallarlo en documentos siguiendo un flujo de 
cambios mediante una petición y revisarla post implementación para así 
hacer un informe del estado de la infraestructura. 
 
La gestión de problemas, la entidad B-ABLE(2011, p.89) nos explica que el 
proceso inicia cuando se identifica y se registrar, al error con sus 
antecedencias y si se conoce la solución aplicarla mediante una 
comunicación con la gestión de incidencias en la que se aplicara una 
solución temporal si fuera el caso, Luego vendría el proceso de 
investigación y análisis de la solución, el cual plantea distintas soluciones 
para el error, verificando su impacto sobre el servicio y determinar su 
prioridad en caso se reconozca como una solución urgente, se realiza un 
RFC que se registrar en la base de conocimiento y se analiza la solución 
definitiva caso contrario una solución temporal para que no afecte en la 
continuidad del servicio. El siguiente sería la solución de urgencia, en 
donde se aplica como se había dicho un RFC de urgencia, en caso el error 
que se presenta provoque un impacto significativo en la continuidad del 
servicio. Finalmente, la Revisión post implantación, en la cual se revisa la 
implantación hecha como solución del error y se verifica si el cambio se 

























FIGURA 03: Proceso de la Gestión de Problemas 
 
Para las características de las dimensiones en el estudio de investigacion 
se toma en cuenta las métricas que estudia la gestión de incidencias. 
Según Puello (2012, p.9) refiere que la gestión de incidencias está 
monitoreando todo tipo de incidencias, que son reportadas por los usuarios 
o por el mismo soporte técnico que lo detecta al momento, inclusive las que 
se reconocen automáticamente por herramientas que cumplen función de 
monitorizar. Debemos tener en cuento que el proceso de gestión de 
incidencias siempre está en constante supervisión, y que esto debe ser 
indispensable en las organizaciones que lo implementan. La ISO/IEC 
20000 define una serie de métricas que permiten ver si se logró el objetivo 




















(cantidad numerica de incidencias registradas, porcentajes de incidencias 
resueltas, tiempo promedio de registro de incidencia y tiempo medio de 
búsqueda). 
 
Al momento de ser implementa la gestión de incidentes presentara 
principales beneficios, como también puede acarrear efectos negativos. Se 
explicara los dos puntos indicado por la ISO-20000 (2011) refiere que una 
implementación correcta de la gestión de incidencias cambiar la 
productividad sobre los trabajadores , permitiéndoles llegar a sus metas , 
esto va de acuerdo a lo indicado en sus metas propuestas , permitirá mejor 
seguimiento y manejo de los procesos para el servicio , minimiza gastos 
para poder implementar nuevas tecnologías , todo se registrar en una base 
de datos principal para la organización que será llamada CMDB a largo 
plazo se reflejara en la satisfacción de los clientes. 
 
Por el contrario, esta implementación puede acarrear problemas como la 
falta de distintos sub servicios, manipulación inexperta de los incidentes 
realizando una solución incompleta y perdida de información para finalizar 
futuros incidentes que se presenten, a largo plazo se pueden presentar 
clientes insatisfechos que envíen quejas y reclamos afectando más la 














¿Cómo pueden empezar las PYMEs la implementación de ITIL?, en 
palabras del autor Calvo, José (2015) , refiriendo a ITIL indica que los 
procesos del ciclo de trabajo  ,controles y balances de una empresa , estos 
aspectos exigen cambios de acuerdo a las necesidades que se presenten 
en el negocio es por eso que ITIL tiene la disposición a adaptarse y 
responder con eficacia a los cambios que se presenten, ya que mantiene 
un enfoque de constante practica sobre la gestión de servicios con el 
objetivo de mejorar  y dar un valor al negocio. Además, que en los 
manuales de ITIL no se especifica que se crean en las PYMES, por lo que 
se considera un marco de estructura abierta y flexible al momento de 
implementarse en una pequeña empresa. 
 
Solo se utilizará la gestión de incidencias y problemas, ya que se analizó el 
lugar donde será implementado y se percibe que el área de soporte recibe 
una gran cantidad de incidentes y problemas que no son resueltos a un 
cien por ciento y no manejan procesos correctos para definir la situación 
del incidente o problema, es por eso que se plantea implementar los 
procesos de ITIL orientándolo a la gestión mencionada 
 
La metodología que propone una idea de mejora en conjunto con los 
procesos es la ISO/IEC 20000 referido por la entidad AENOR (2009, p.53). 
Nos explica que esta ISO son normas para gestionar los servicios con la 
ayuda de las TI, de manera que la empresa presentara grandes cambios 
como el control y la calidad en sus principales actividades. También se 
puede decir que esta gestión va a permitir estructurar las actividades 
concurrentes e ira transformando las funciones restantes. Mediante este 
cambio la ISO ira incorporando nuevas normas para la mejora de la 







Asimismo, otro marco de trabajo de propuesta para la mejora de una 
empresa es la definida por CMMI Institute (2013, p.7). Nos explica que sus 
procesos cubre las necesidades de la gestión de servicios y que se adentra 
a cualquier organización orientada a prestar servicios tales como las de 
tecnologías de información. En sus inicios el CMMI-S 
VC se utilizaba en otros rubros como en logística, mantenimientos, 
bibliotecas, recursos humanos y operaciones TI. El trabajo en la gestión 
diaria , procesos y servicios la comparte con otros marcos metodologicos 
de CMMI, ayudando a que estén familiarizados de sus conceptos para una 
futura implementación. 
 
La importancia del factor de comunicación en el marco de la gestión de 
incidencias de servicios de TI para los autores Mazeika, A., Miliute, K., & 
Skarzauskiene, A. (2011, p.857) refiere que las nuevas tecnologías de la 
información están dominadas por dos aspectos principales, la sociedad en 
todo el circulo de la vida y los negocios. Además nos explica que en su 
trabajo de investigación los autores Gatautis R. G., Kalibataite S. Gudas, R. 
Brundzaite y Nurcan S., J.Barrios entre otros , nos habla de  la importancia 
de la inserccion de los servicios y procesos de TI en una organización 
moderna , además del cambio de gestión moderna que se aplica en las 
organizaciones de TI que permiten reducir costos y aumentar la eficiencia 
del proceso. Pero eso no significa que la tecnología de la información fuese 
a mejorar y simplificar o acelerar los procesos de negocio. Al mismo tiempo 
puede dañar el servicio y pausarlo temporalmente, esto siempre sucede 
cuando se utiliza herramientas en organizaciones que no funcionan 
correctamente interrumpiendo las principales actividades, A lo que nosotros 
le llamamos incidencias o incidentes de TI que significan el corte del 
servicio temporalmente independientemente sobre la causa de falla. 
El entorno de la gestión de incidencias de TI puede ser tomado como un 






La gestión de seguridad, para el autor Nnolim, A. L. (2007, p.40) este tema 









FIGURA 04: Modelos de seguridad 
El primer subtema que se estudio es las multidimensional de la seguridad 
el cual es una disciplina con la intención de que los trabajadores 
adentrados en la seguridad de la informacion vean este asunto como una 
prioridad de negocio y no como un aspecto técnico, debido que maneja 
distintas dimensiones de seguridad, el cuales son el gobierno estratégico, 
la gobernabilidad, política y buenas prácticas entre otros. Esta propuesta 
de disciplina multidimensionales mencionadas anteriormente nos muestra 
que debe tener un cambio manteniendo los mismo parámetros para la 
seguridad de la informacion es por ello que estos temas deben ser 
interdependiente para que haya una buena comunicación de las 
dimensiones mencionadas. 
 
El segundo subtema estudiado es la gestión y aseguramiento de la 
seguridad, nos explica acerca de la necesidad de las organizaciones con 
programas integrales de la seguridad de la información, además que el 
articula argumenta que la responsabilidad debe tomarlo una junta directiva 
sobre el gobierno de la seguridad TI e indicando que debe mantener una 
estructura donde se deba asegurar el respaldo de la alta dirección. La 
funciones de la seguridad TI no solamente es por parte de la administración 
de la seguridad sino de toda la empresa, el resultado que se espera es que 
en la organización tengan todos conciencia y compresión acerca de los 






















El tercer subtema a explicar el apoyo a la alta dirección, en donde el 
estudio afirma que las organizaciones deben tener conciencia acerca de los 
impactos directos a la información del Core de negocio que se intensifican 
después de que se presenta un incidente que afecte la seguridad como en 
el Choicepoint (Freeman, 2006. P.13), además que se presentan 
numerosos desafíos que deben enfrentar los agentes de seguridad para 
poder implementar métodos de seguridad TI sin la ayuda de la alta 
dirección. El estudio recomienda que los profesionales deban desarrollar 
peticiones internas dirigidas a las organizaciones tales como la ISO/IEC 
17799:2000 y presentarla para su aprobación. Los componentes de 
repositorio de datos de riesgos son el entorno, las plataformas y los activos, 
que es un modelo desarrollado par la estrategia de la seguridad. 
 
El cuarto subtema en mencionar es las tendencias en las amenazas de 
seguridad, en donde explica que parte de los servicios financieros nos 
ilustra 4 tendencias en las amenazas a la seguridad, dirigidos a sistemas 
empresariales, aumentando la velocidad y volumen de ataque después de 
ello se detectó vulnerabilidad en el sistema y aumentaron casos de robo de 
identidades. El artículo señala que es necesario que intervenga la alta 
dirección para que tenga éxito un marco de trabajo sobre seguridad TI, por 
lo tanto, para que la implementación tenga éxito debe manejar políticas de 
seguridad escrita, modelos, metodología y orientar al usuario sobre el uso. 
 
El quinto subtema a explicar es la función de la alta dirección, se detalla 
que esta función es fundamental para el éxito de la seguridad TI en una 
organizacion y ello se debe a la importancia en el papel de la alta gerencia, 
en donde los profesionales deben atraer su inversión para la seguridad y 
rentabilidad. La seguridad en un proceso que debe tomarse como una 
cadena de valor es decir alinearlo al negocio, el articulo recomienda que la 
administración encargada de la gestión de la seguridad TI debe tomarla 




Modelo de adopción de tecnología y una hoja de ruta para la 
implementación exitosa de ITIL, para los autores Ahmad, N., Noha, T. A., 
Qutaifan, F., & Alhilali, A. (2013, p.556) refiriéndose al concepto de 
Adopción de ITIL, nos explica que hay pocos estudios que se enfocan a los 
factores de éxito en el momento de la implementación y la decadencia de 
autores que estudiaron la adaptación de ITIL. Sarvenaz Mehravani y 
Haghighinasab (2011) son de los pocos que estudiaron el factor crítico de 
éxito en la implementación, el cual su estudio llego a identificar 7 factores 
claves de éxito que incluyen: la alta dirección, comunicación y cooperación, 
capacitación, gestión de cambio cultural y organizacional. Gestión de 
proyectos y gobierno, implementación de los procesos, tecnología aplicada 
y evaluación, además explica que si connota utilidad y facilidad esto 
conlleva a la intención del usuario a usar tecnología. 
 
Selección de un marco de control de TI, para el autor Schlarman, S. (2007, 
p.14), refiere que la ISO 17799 es un marco de trabajo de cambio enfocado 
a la seguridad TI que vela por distintas caracteristicas como la evaluación y 
formas de cambio de riesgo, política de seguridad TI, organización de la 
seguridad TI y más gestiones , la ISO cubre cada tema a un alto nivel 
detallando sus mejoras. 
 
A partir de que la ISO 17799 fuese aceptado internacionalmente mantiene 
una credibilidad desde la perspectiva de una empresa, agregado a ello una 
empresa puede certificarse con la ISO ampliando la totalidad de sus 
requisitos de mejora en cambios de seguridad  y consolidando los procesos 
en base a cambios para la seguridad TI. 
 
HELPDESK EXPERT, para los autores Songsangyos, P., Niyomkha, W., & 
Tumthong, S. (2012, p.1), explica que gran parte de los usuarios de PC de 
hoy enfrentan con frecuencia el problema del hardware, el software o el uso 
de la computadora y la red. En ocasiones, es posible que el personal de un 
servicio de ayuda no esté disponible de inmediato cuando el usuario 
necesita ayuda, especialmente en el hogar o la pequeña empresa. Este 
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documento propuso el nuevo prototipo de sistema de servicio de mesa de 
ayuda que utiliza un Shell de sistema experto para la implementación. El 
sistema de servicio de asistencia técnica automatizada mediante el uso de 
un sistema experto en desarrollo proporciona a los usuarios lo credenciales 
de accesos para conectarse en cualquier momento. El sistema es 
compatible con el usuario personal de apoyo , y técnicos de TI encargados 
Proporciona una gama útil de herramientas de resolución de problemas y 
sugerencias útiles sobre cómo verificar y resolver el hardware, el software y 
los problemas de red de la computadora. El alcance de este estudio se 
limita a la microcomputadora y computadora personal solamente. En la 
fase de desarrollo, la primera tarea fue analizar el dominio del problema 
"servicio de asistencia informática"; definir el alcance y la conceptualización 
























Simulación para la mejora de la mesa de servicio de TI, para el autor 
Bober, P. (2014, p.47-58). El departamento de servicio de TI es un servicio 
complejo que la empresa de servicios de TI proporciona a sus clientes. 
Este artículo proporciona una metodología que utiliza la simulación de 
eventos discretos para ayudar a la administración de servicios de TI a 
tomar decisiones y planificar la estrategia del servicio. El modelo de 
simulación considera la capacidad de aprendizaje de los agentes del 
servicio de asistencia y el incremento de información en la base de datos 
de conocimiento de la empresa. El modelo muestra cómo la curva de 
aprendizaje influye en el desarrollo del tiempo de la calidad y eficiencia del 
servicio de atención al cliente. Este artículo promueve el uso de la 
simulación para definir objetivos cuantitativos para la mejora de la mesa de 
servicio. 
 
Soluciones de implementación de IT Service Desk, para los autores 
Harcenko, M., Dorogovs, P., & Romanovs, A. (2010, p.68). Selección del 
software. Definitivamente es posible que esta fase sea una de la más difícil 
en los proyectos de implementación de Service Desk debido a gran 
variedad de sistemas de gestión de servicios disponibles. Algunos sistemas 
se pueden encontrar de forma gratuita, ya sea por un considerable fondo. 
Todos los sistemas tienen diferentes opciones de configuración que debe 
ser estrictamente examinado ya que es crítico si un sistema puede manejar 
solo el proceso de gestión de incidentes o puede ser configurado de tal 
manera para poder administrar todo ITIL procesos. En opinión de los 
autores del sistemas cuando se da el soporte tecnico de escritorio el 
cumplimiento de los requisitos es un factor importante que debe considerar 
la empresa como caracteristica. En caso de que la modificación del sistema 
sea necesaria, costos adicionales deben tomarse en cuenta, que a menudo 
se olvidan. Otro factor es la adaptabilidad del software hacia los usuarios 
no debe ser olvidado también El proceso de entrada de datos debe ser 
como simple y rápido como sea posible. Esto es realmente esencial si la 
implementación de servicio de mesa en la empresa que no había tenido tal 
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practicar antes desde incidente complejo y lento procedimiento de registro 
al menos al principio seguro crear una impresión negativa para los 
operadores de la mesa de servicio y ellos podría tratar de encontrar un 
trabajo-a-ronda y seguir utilizando viejo procedimientos. Además, si la 
empresa decidió dar WEB basado acceso a usuarios finales al estado de 
incidentes reportados, WEB interfaz de dicha solución debe ser la más 
simple, mejor así que los usuarios finales no tengan miedo de usar esta 
opción de software que también podría facilitar el trabajo de los operadores 
de la mesa de servicio. Además de los autores mencionados 
anteriormente, quiere señalar que se debe prestar atención a las funciones 
























En este punto se explica los dominios que se utilizaran de la NTP-ISO/IEC 
17799:2007 para la base de desarrollo de esta investigación. 
 
Según la NTP-ISO/IEC 17799 (2007, p. 32-170). Dominio N°7, Se aplicará 
referido a el inventario de activos, todos los equipos deben estar bien 
registrados para que su ubicación sea rápida, Las organizaciones deben 
haber registrado los activos y su documento de importancia. Todos los 
activos que están en el inventario deben estar asociados con toda la 
información necesaria con el fin de mantener continuidad por algún 
desastre presentado, incluyendo datos como el tipo de objeto, la estructura, 
ruta de ubicación, información de copias de respaldo, información de 
registro de licencia y su valor dentro del core de negocio . El inventario no 
debe estar repitiéndose y debe estar alineado a lo que se tiene 
actualmente. 
 
La clasificación de la información, La información debe separarse por su 
tipo de contenido de valor, así como sus requisitos legales, sensibilidad e 
impacto sobre la organización. El tipo de información y otros procesos 
asociados deberían tener en cuenta que dentro de los procesos de 
negocios se requiere compartir y no restringir la información, para así tener 
mapeado los impactos en la organización asociados a esas necesidades. 
 
Según la NTP-ISO/IEC 17799 (2007, p. 32-170). Dominio N°10, La 
documentación de procedimientos operativos, siempre deben estar 
disponible como una base de conocimientos cuando los usuarios lo 
requieran. Se debe tener listos los procesos documentados para los 
trabajos o incidencias asociadas dentro del sistema de información y los 
recursos para la comunicación, tales como las pautas de encendido y 
apagado de las computadoras, back up’s , mantenimientos de equipos , 






La desmembración de tareas, reducirá las oportunidades de cambios o 
modificaciones no autorizadas o no deliberado, o el deficientemente uso de 
los activos de la sociedad, la separación de tareas es 
un modo de mitigar la dificultad con el deficientemente uso de los sistemas, 
se debe asumir perfilado con las personas que intenten ingresar, 
para variar o hacer uso de los activos sin los permisos requeridos. El inicio 
de un evento debe estar apartado de su permisión. 
 
La realización de servicios externos, debemos asegurarnos que todos los 
controles de resguardo, definiciones de servicio cumplan 
el pacto entre ambos partes. La función proporcionada por terceros 
debe contener las mejoras de protección acordados, definiciones 
de servicio y aspectos de la realización de servicio. En suceso de arreglos 
de outsourcing, la corporación debe proyectar las transiciones 
(de indagación, medios del procesamiento de averiguación y cualquier 
otra unidad que requiera ser desplazado), y debe garantizar que 
la seguridad sea continua a a través del proceso de transición. 
 
Monitoreo y investigación de los servicios externos, los servicios, reportes y 
registros suministrado por terceros deben ser monitoreados y 
revisados puntualmente, y las auditorias deben realizarse frecuentemente. 
El monitoreo y la verificación de los servicios externos debe aprobar que 
todos los términos de protección de los datos y los acuerdos han sido 
adheridos, y que los incidentes y problemas en 
la solidez de información han sido controlados. Esto 
debe involucrar un vínculo y progreso de realización de la asistencia entre 
las entidades y terceros. 
 
Defensa frente a software desconfiado, se deberían asignar controles 
para descubrir el software disimulado y advertir frente a los 
ataques, cerca a procedimientos adecuados para concientizar a los 
usuarios al instante de interactuar con los sistemas. La seguridad frente 
44 
 
a el software disimulado debería dirigirse en la razón de la confianza, en 
sistemas adecuados de ingreso y en controles de trabajo de los cambios. 
 
Restauración de los datos, se deberían intervenir habitualmente copias 
de salvaguardia de toda la información de la sociedad y del software, 
en proporción con las políticas impuestas de restauración. Adecuados 
servicios de reverso deben ser provistos para certificar que toda 
la información fundamental de la fábrica pueda recuperarse tras un ruina o 
un error de los medios. 
 
Certeza de la documentación de sistemas, los archivos de sistemas 
deben ser protegida por la práctica externas de personas no 
autorizadas. Asimismo,debe operar una categoría de información delicada 
como por ejemplo explicación de los procesos de las aplicaciones, 
procedimientos, organización de datos y permisión de procesos. 
 
La recolección del deterioro, deben ser registradas, analizadas y se 
debe elegir decisiones propias. También, deben ser reportadas por los 
usuarios o por programas del sistema conectados con problemas en el 
procesamiento o declaración de la indagación, deben ser registrados. 
Deben constar escenarios claros para maniobrar las averías reportadas. 
 
Según la NTP-ISO/IEC 17799 (2007, p. 32-170). 
El dominio N°11, Vigilancia de accesos. Es una dirección de inspección de 
accesos que debe ser establecida, documentada y revisada y 
debe existir basada en los requerimientos propios de la compańía. Se 
deberían ańadir visiblemente en una administración de accesos las reglas y 
los derechos de cada consumidor o conjunto de usuarios que interactúan 
con las herramientas. Los controles de ingreso son lógicos y físicos y estos 
deben ser considerados juntos. 
 
La recolección de usuarios, se 
debería restablecer una forma de agregación de altas y bajas de usuarios 
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para acreditar la certeza de ingreso a los sistemas y servicios 
de información multiusuario. Asimismo, contemplar la corporación de roles 
de ingreso limitados al usuario apoyado en requisitos de profesión que 
resuman un numero de derechos de ingreso en 
un expediente tradicional de ingreso de usuario. Los pedidos y revisiones 
de ingreso son manejadas más sencillamente a la categoría de dichos roles 
que los niveles de derechos particulares. 
 
El encargo privilegios, se debe inspeccionar por la función y retribución de 
privilegios. Tendrán que determinar con la retribución mediante 
un progreso sensato que le dé la libertad en los sistemas multiusuarios. 
La realización de contraseña de usuario, 
debe ser inspeccionado mediante distinto asunto de encargo prudente. Las 
contraseñas es un método de comprobación que el individuo con 
su identificación son las correctas para 
el ingreso al sistema de información. Se deben contemplar, 
si son apropiadas, otras tecnologías para determinación y autentificación 
de usuario como las biométricas (comprobación de huellas 
o confirmación de firma) o en dispositivos hardware. 
 
El manejo de contraseñas, los usuarios deben constar con 
la comprensión para emplear buenas prácticas referentes 
de salvaguardia para la información como para la elección de sus 
contraseñas, si los usuarios necesitan adherirse a distintas plataformas se 
les pide continuamente que mantengan múltiples claves, se les 
debe proponer que tienen la ocasión de utilizar una sola contraseña 
de disposición para todos los servicios, que brinden 
un valor de seguridad sensato en la contraseña almacenada. 
 
La caracterización de equipos en las redes, 
deben ser consideradas fase de los medios para autorizar las conexiones 
locales con las computadoras específicas. La identidad de equipos 
puede ser utilizada si es trascendental para la notificación que se inicia a 
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partir un local y un dispositivo específico. Un identificador adentro de 
un módulo puede ser utilizado para enseńar si el equipo está acreditado en 
conectarse a la red. Estos identificadores deben ser visiblemente y 
específicos a la ocasión de conectarse a sus redes específicas, si 
existe más de una red y si estas redes son sensibles diferidas. 
Puede ser preciso analizar defensa física del hardware con 
la intención de conservar la seguridad de los identificadores de 
los dispositivos. 
 
La personalización y autentificación del usuario, los usuarios 
deben acondicionar un identificador ideal para el manejo particular y tiene 
que conservar una habilidad de autentificación adecuada 
para comprobar la identificación de estos. Estos controles 
deben ser aplicado a todo tipo de beneficiario (incluidos administradores 
de red y de base de datos, los programadores de software y 
el propio técnico de soporte). Los ID de los usuarios deben ser utilizados 
para mantener las actividades de cada comprometido propio. Las 
actividades regulares del beneficiario no deben ser realizadas des cuentas 
con más permisos. En ciertas circunstancias que se justifiquen por sus 
ventajas pueden estilarse identificadores de usuarios compartidos en 
un conjunto de usuarios o proyectos específicos. En estos casos se 
necesitará la aceptación escrita por administración. Puede necesitarse 
la añadidura de controles adicionales para la competencia. 
 
El método de gestión de contraseñas, 
deberían suministrar un intermedio preparado e interactivo 
para reglamentar la eficacia que utilicen, son algunos de los principales 
medios para aprobar la tipificación de los usuarios al instante de entrar a 
los sistemas. 
Según la NTP-ISO/IEC 17799 (2007, p. 32-170). El dominio N° 
12 Operación, progreso y sostenimiento de sistemas, este dominio se 
estudia, la seguridad en el transcurso de los datos que ingresan a las 
aplicaciones del sistema para responder que son correctas y apropiadas. 
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A demás de utilizar verificaciones el ingreso de los intercambios, de los 
datos de semejanza (por ejemplo, alias y 
direcciones, término de crédito, numerosidad de clientes) y las tablas de 
datos (precios de comercialización, tasas de cambio, costo de impuestos). 
 
Según la NTP-ISO/IEC 17799 (2007, p. 32-170). 
El dominio N°13 Gestión de incidentes en el resguardo de información, 
en este dominio se estudia, la información habitual de eventos que 
afectan claramente la protección de información, en el cual 
deben ser reportados lo más vertiginoso viable a través del encargo propia 
del servicio. Un manera juiciosa de noticia de eventos en 
la seguridad de información debe ser estar aplicado unido con la réplica de 
los incidentes y su escalamiento adecuadamente, estableciendo las 
acciones a ser tomadas en cuanto reciben la noticia. Se 
debe instituir unión para los reportes de incidentes de 
la seguridad de información. Se 
debe aseverar que esta zona de contacto sea notable a través de 
la organización, este constantemente utilizable y que 
sea apto de suministrar una réplica adecuada y a tiempo. 
 
Reportando debilidades en la oficio de salvaguardia de información, todos  
los personales, contratistas y terceros que son usuarios de los sistemas y 
servicios 
de información deben alcanzar cualquier agotamiento del sistema observad
a o sospechosa. Aprendiendo de los incidentes en la seguridad de 
la información, la valoración de los incidentes 
puede enseñar una escasez de controles realzados o adicionales 
para confinar la reiteración, daño y costos que pudiesen suceder en futuros 
escenarios, o para que sea tomado en cuenta en 
el progreso de investigación de la administración de seguridad. 
 
Según NTP-ISO/IEC 12207 (2006, p. 1) Refiere que su subjetivo, es 
establecer un cuadro de informe frecuente para los procesos 
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del período de vida del software, unos métodos establecida que 
sea informe a las industrias del software. Contiene procesos, actividades y 
tareas para aplica mientras la ganancia de un sistema que tiene software, 
un utilidad de software puro 
y mientras la provisión, progreso, operación y sostenimiento del producto a
decuadamente. El software incluya la fracción del firmware. 
 
Asimismo, la NTP-ISO/IEC 12207 (2006, p. 63) Para este plan se aplicará 
el paso de comprobación el cual refiere lo subsiguiente, 
el paso de comprobación es un proceso para establecer si los softwares de 
una acción cumplen con el condición impuestas por actividades 
precedentes. Por motivos de seguridad en costos y beneficio, se 
debería completar, lo antes viable, la comprobación, en los procesos (como 
suministros, progreso, operación o sostenimiento) en donde lo emplean. 
El paso puede contener, examen, investigación y pruebas. 
 
La implementación de la fase, deberá establecer si el plan requiere 
una salida de comprobación y el valor de libertad organizativa necesaria 
para dicho impulso. Se deberá experimentar los aspectos críticos de los 
requerimientos del plan. 
 
Para la investigación se aplicará las siguientes acciones; 
La comprobación del tratado, comprobación del paso, control de los 
requerimientos, revisión del diseño, justificación del código, revisión de 










Para el porcentaje de las hipótesis planteadas se toma como referente el 
resultado de otras investigaciones: 
 
Análisis, Diseño e Implementación de un sistema de administración de 
Incidentes en Atención al Cliente para una Empresa de 
Telecomunicaciones, para Vega Bustamante (2009, p.97). Refiere que 
su indagación tuvo un percusión en la disminución de incidentes en un 
40%, el período de réplica para la solicitud de reclamos y solicitudes 
mejoro medio al conflicto que presentaba. El tiempo pequeño para que se 
registre las incidencias es un tercio mínimo a los que precedentemente se 
trabajaba, debido a que la interfaz gráfica para los usuarios fue pensada de 
una cualidad que se les haga posible el registro y el administración de 
datos, que fue deliberado en tipos de usuarios ubicados en call center. 
 
Sistema web para el mando de inventario en el área de soporte técnico de 
la corporación peruana de Aeropuertos y Aviación Comercial, para 
Moncada Diaz (2014, p.294), nos explica que en 
el asunto de comprobación en el pre test se presentaba una retraso de 
42% y en el post test disminuyo en un 12%, lo cual se prueba una baja del 
30%, lo cual demuestra que hay una degradación en la exploración de 
equipos. 
 
En el registro de incidencias para los autores Tipler y Mosca (2010, p.27). 
refiere que la variación del tiempo se calculado en la diferencia del tiempo 
final menos el tiempo inicial, que consiste en los tiempos físicos obtenidos 
por un cronometro, para que se pueda calcular el tiempo total determinado 









Por ello se empleará la siguiente fórmula para hallar el tiempo de registro 
de incidencia:  
 
TRI= TFR – TIR  
 
TRI= Tiempo de registro de incidencia  
 
TFR= Tiempo de fin de registro de incidencia  
 
TIR= Tiempo de inicio de registro de incidencia 
 
Sobre la demora de la búsqueda para el autor Fábregas (2005, p.112), el 
indicador refleja las demoras o adelantos que pueda presentarse en el 
cumplimiento aproximado sobre la base del plan de un proyecto o 
procesos. 
 
Es necesario obtener la información rápidamente para lograr tener un 
manejo del activo y su situación actual. 
La siguiente formula nos permitirá realizar el planteamiento de demora en 
la búsqueda. 
 
D’’= T_fin’’-T_ini’’  
       
D’: Demora en la Búsqueda  
T_ini’: Tiempo de Inicio del Proceso  













































1.4 Formulación del problema  




- CLASIFICACION Y 
CONTROL DE ACTIVOS 
 












- GESTION DE INCIDENTES 


















































3. NTO-ISO/IEC 20000:2012 
 
- CICLO DE VIDA DEL INCIDENTE 
- BD INCIDENTES 
- BASE DE CONOCIMIENTOS 




1.4.1 Problema General 
 
¿De qué manera influye un sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 en el centro de cómputo infouni lima 2017? 
 
1.4.2 Problemas Específicos 
 
¿De qué manera influye un sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 en el tiempo del proceso de registro, en 
infouni lima 2017? 
 
¿De qué manera influye un sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 en el tiempo de búsqueda de los equipos 


















1.5 Justificación del estudio 
 
Justificación tecnológica, El estudio de un sistema informático para la gestión 
de incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-
iso/iec 12207:2006 en el centro de cómputo infouni lima 2017, está planteado 
desarrollarse enfocándolo a los procesos de gestión de incidencias de la NTP-
ISO/IEC 20000:2012. Es por eso que se justificara las funciones tecnológicas al 
acoplarse a las necesidades previamente estudiadas abarcando estos tres 
factores. En el personal técnico incentivándolos a operar el sistema cumpliendo 
con las actividades diarias. En los procesos que maneja el área de Soporte 
administrando desde el sistema web las incidencias y actividades graves 
propuestas para el personal y cumpliéndolas. Registrando en un módulo adicional 
las nuevas tecnologías que incorporaran el centro de cómputo para luego 
visualizar la evolución y avance que se van agregando mensualmente. 
 
Justificación Económica, El Sistema informático requiere de gastos, ya 
que, al tener características y necesidades definidas, requiere de la estructura, 
diseño y desarrollo. Esto implica conceptos y trabajos con distintos costos como, 
por ejemplo, consultoría, diseño web, desarrollo de tecnologías a medida, 
creación de contenidos. Es por eso que estos costos se piensan minimizar en su 
totalidad utilizando lenguaje open source, teniendo solo en cuenta el gasto del 
host y dominio ya que son pagos mínimos, Por ende, los pagos no serán bruscos 
para el centro y dándole el mejor servicio. 
 
Justificación Institucional, El Sistema informático tendrá un indicador que 
especifica el estado del incidente, y el personal técnico que lo atendió, esto influirá 
en las pruebas mensuales que se realiza a cada personal, midiendo sus 
debilidades y fortalezas dentro del centro de cómputo. Para eso se debe seguir el 
flujo de marco de incidencias y problemas desde su inicio hasta el cierre. Por 
ende, estos cambios influirán en el centro, mejorando su imagen y la rentabilidad 




Justificación Operativa, La implementación del Sistema informático permitirá 
disminuir la cantidad de incidentes y problemas que se presentan en días de 
trabajo, ya que día a día se mostrara nuevas tareas para el personal técnico y 
sucesos graves que ellos deben realizar a su vez se reflejara un cambio de clima 
laboral siguiendo procesos pre-establecidos. La operatividad del sistema será del 
horario de jornada completa de trabajo permitiendo al personal técnico y el 
sistema desarrollarse y escalar a una siguiente versión sin perjudicar las 
actividades de INFOUNI. 
 
1.6 Limitaciones 
La presente investigación solo abarca la gestión del proceso de incidentes del 
centro de cómputo infouni, cabe mencionar que se utiliza data artificial para las 




   
     1.7.1    Hipótesis General 
 
El sistema informático para la gestión de incidencias basado en ntp-iso/iec 
20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 influirá 
reduciendo el tiempo en el proceso de registro en un 40% y reduciendo el 
tiempo en la búsqueda de los equipos tecnológicos en un 30% en el centro 
de cómputo infouni lima 2017 
 
      1.7.2    Hipótesis Específicas 
 
El sistema informático para la gestión de incidencias basado en ntp-iso/iec 
20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 influirá 





El sistema informático para la gestión de incidencias basado en ntp-iso/iec 
20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 influirá 
reduciendo el tiempo en un 30% en la búsqueda de los equipos 
tecnológicos en el centro de cómputo infouni lima 2017. 
 
1.8 Objetivos  
 
1.8.1 Objetivo General 
 
Determinar la influencia de un sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 en el centro de cómputo infouni lima 2017. 
 
1.8.2 Objetivos Específicos 
 
Determinar la influencia de un sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 en el tiempo en el proceso de registro en el 
centro de cómputo infouni lima 2017. 
 
Determinar la influencia de sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 en el tiempo de la búsqueda de los equipos 
















II. METODO  
 
2.1 Diseño de investigación  
 
2.1.1 Experimental 
El autor Fidias, Arias (2006, p. 33), refiere que 
la indagación de muestra experimental entra en un paso que 
consiste en subyugar a un blanco o conjunto de personas a 
determinadas pruebas, estímulos o tratamientos y están separadas 
por la (variable independiente), para visualizar los efectos o 
reacciones que producen (variable dependiente). 
 
La indagación realizada es del prototipo Aplicada-Experimental, ya 
que se implementará un Sistema informático en 
el centro de cómputo Infouni para el proceso de gestión de 
incidencias y problemas para el área de Soporte Técnico, lo cual 
permitirá solucionar los incidentes y problemas que se presentan en 
el Centro de Computo INFOUNI 
 
Pre experimental, Según Fidias, Arias (2006, p. 34), 
la indagación Pre- Experimental refiere que es un ejemplo de diseño 
para pruebas o ensayos que se realizan ante experimentos reales. 
Sus limitaciones son los escasos controles referente al progreso, por 
lo que el importe científico es cuestionado y rebatible. 
 
El diseño es investigación es Pre – Experimental, se pretende 
realizar un sistema informático en el centro de computo infouni para 
el proceso de gestión de incidencias y problemas  para la evaluación 







Tabla 01: Modelo básico pre-experimental 
 
Nomenclatura de los diseños experimentales 
G: grupo de sujetos 
O1: pretest o medición inicial 
X: Estimulo o tratamiento 
O2: postest o medición final 
 






















test o medición inicial 
 
G              O1 




Aplicación del post-test 





2.2 Variables  
 
Variable independiente: Sistema Informático 
 
Para Martínez (2009, p. 17), el sistema informático constituye tres aspectos 
el hardware, software y el equipo de personas que realizan sus funciones 
en base a ello. El hardware refiere a todos los componentes físicos que 
conforma parte de un sistema informático, y el software es el 
funcionamiento lógico que permite usar programas para controlar los 
hardware en determinadas tareas. La base de los programas informáticos, 
utiliza un sistema binario para realizar determinadas operaciones. 
 
Variable dependiente: Gestión de incidencias 
 
Por otro punto, para Bon, y otros (2008), el primordial objetivo de 
la fase de Gestión de incidencias es retornar a 
un escenario corriente minimizando impactos referentes los procesos de 
la fábrica. La gestión de incidencias tiene por labor envolver cualquier 




2.3  Operacionalización de las variables 
  Tabla 02: Operacionalización de Variables 


















Por otro punto, para Bon, y 
otros (2008), 
el primordial objetivo de 
la fase de Gestión de 
incidencias es retornar a 
un escenario corriente mini
mizando 
impactos referentes los 
procesos de la fábrica. 
La gestión de incidencias 
tiene 
por labor envolver cualquie
r evento que interrumpa o 































Es el tiempo de 



















Es el tiempo de 
búsqueda para un 
tipo de equipo 
tecnológico. 




  Tabla 03: Indicadores 














Es el tiempo de demora 

















Tiempo de registro de 
incidencia   
TRI= TFR – TIR   
TRI= Tiempo de registro de 
incidencia TFR= Tiempo de 
fin de registro de incidencia 
TIR= Tiempo de inicio de 
registro de incidencia  
 















Es el tiempo de búsqueda 



















Tiempo de búsqueda de un 
equipo tecnológico 
T''= T_fin''-T_ini''                 
T'': tiempo de búsqueda;  
T_ini'': tiempo de inicio del 
proceso:         T_fin'': tiempo 
de fin del proceso 
 




2.4 Población y muestra  
 
2.4.1 Población 
Según Hernández. R, Fernández. C y Baptista. M (2010, p.174), 
explican que la cantidad de población es el incorporado de todos los 
casos que concuerdan con una sucesión de especificaciones 
previstas.   
X-1: 
La población está determinada por el tiempo de incidentes 
registrados por el personal técnico y de acuerdo al tipo de incidente. 
La población total será de 125 incidentes registrados por 7 días. 
X-2: 
La población está determinada por el tiempo de búsqueda de 
equipos tecnológicos sobre la información trabajada en el centro de 




La muestra es porción o una fracción que representa a la población, 
con el asunto de ser inspeccionado y recolectar información, cuyas 
características deben ser objetivas y reflejo apegado de ella, de 
tal manera que todos los resultados se puedan sistematizar acorde a 
la población estudiada, explica Hernández et al (2010, p. 175). 
 
X-1: En la investigación se utilizará el total de la población 
ascendente a 125 incidentes registrados a criterio propio del 
investigador. 
X-2: En la investigación se utilizará una muestra de 90 búsquedas 








Para Ortega et al. (2009, p.165), explica que el muestreo 
probabilístico se dirige a cada elemento de la población con el cual 
se tiene una probabilidad que será incluida dentro de la muestra. Un 
subtipo del muestreo probabilístico es el muestreo aleatorio simple 
que consiste que cada unidad seleccionada tiene la misma 
expectativa que las demás. 
 
El muestreo para el indicador tiempo promedio de procesos y tiempo 
en búsqueda de equipamientos tecnológico es del tipo probabilístico 
y del subtipo aleatorio simple. Se va a utilizar la población para el 
análisis estadístico que es de 125 registros y 90 búsquedas. 
 
 




Según Hernández. R, Fernández. C y Baptista. M (2010, p.260), 
la observación es una exploración ordenado aceptado y confiado de 
comportamientos o situaciones observadas, a través de categorías o 
subcategorías. Esta habilidad se usa en la decisión de las 
poblaciones para los indicadores. 
2.5.3 Instrumentos 
Ficha de observación 
Esta técnica se empleará para medir los indicadores en un tiempo 
dado creando un formato donde se medirá el tiempo promedio de 
registro de los incidentes, y, por otro lado, para obtener el promedio 







2.6 Método de análisis de datos 
El estudio de datos es de representación cuantitativo, ya que 
permite examinar los datos 
de modo numérica, este ejemplo de procedimiento de estudio de 
datos emplea la cogida de datos para experimentar la hipótesis, 
a través de la cálculo numérica y estudio estadístico 
para instituir modelos de conducta y experimentar teorías. Se utilizó 
el procedimiento de Kolmogorov-Smirnov para los 
indicadores debido a que el tamaño de las muestras es superior a 
50. 
2.6.1 Definición de variables 
 
Ia=Indicador propuesto medido sin el Sistema informático para la 
gestión de incidencias basado en NTP-ISO/IEC 20000:2012 NTP-
ISO/IEC 17799:2007 y NTP-ISO/IEC 12207:2006 en el centro de 
cómputo Infouni lima 2017 
 
Ip=Indicador propuesto medido con el Sistema informático para la 
gestión de incidencias basado en NTP-ISO/IEC 20000:2012 NTP-
ISO/IEC 17799:2007 y NTP-ISO/IEC 12207:2006 en el centro de 
cómputo Infouni lima 2017 
 
2.6.2  Hipótesis estadística 
  A. Hipótesis especifica 1 (H1) 
 
El sistema informático para la gestión de incidencias basado en ntp-
iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 
influirá reduciendo el tiempo en un 40% en el proceso de registro, en 








Ia=Tiempo en el proceso de registros antes del sistema informático 
para la gestión de incidencias basado en ntp-iso/iec 20000:2012 ntp-
iso/iec 17799:2007 y ntp-iso/iec 12207:2006 en infouni lima 2017. 
 
Ip=Tiempo en el proceso de registros después del sistema 
informático para la gestión de incidencias basado en ntp-iso/iec 
20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 en 
infouni lima 2017. 
 
Hipótesis Nula (Ho): El sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 no influirá reduciendo el tiempo en un 40% 
en el proceso de registro, en infouni lima 2017. 
 
 




Hipótesis Alterna (Ha): El sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 no influirá reduciendo el tiempo en un 40% 
en el proceso de registro, en infouni lima 2017. 
 










B. Hipótesis especifica 2 (H2) 
El sistema informático para la gestión de incidencias basado en ntp-
iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 
influirá reduciendo el tiempo en un 30% en la búsqueda de los 
equipos tecnológicos en el centro de cómputo infouni lima 2017. 
 
Variables: 
Ia=Tiempo en la búsqueda de los equipos tecnológicos antes del 
sistema informático para la gestión de incidencias basado en ntp-
iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 
en infouni lima 2017 
 
Ip= Tiempo en la búsqueda de los equipos tecnológicos después del 
sistema informático para la gestión de incidencias basado en ntp-
iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 
en infouni lima 2017 
 
Hipótesis Nula (Ho): El sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 no influirá reduciendo el tiempo en un 30% 
en la búsqueda de los equipos tecnológicos en el centro de cómputo 
infouni lima 2017. 
 
𝐻𝑜 = 𝐼𝑑 −  𝐼𝑎  ≤  0 ≈  𝐼𝑑  ≤  𝐼𝑎 
 
Hipótesis Alterna (Ha): El sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 influirá reduciendo el tiempo en un 30% en 
la búsqueda de los equipos tecnológicos en el centro de cómputo 
infouni lima 2017. 





2.6.3  Nivel de significancia 
  Nivel de significancia (α): 0.05 
  Nivel de confianza (γ = 1-α): 0.95 
 
2.6.4 Media aritmética 
Según Hernández. R, Fernández. C y Baptista. M (2010, p.353), 
la media es 
la longitud de predisposición céntrico crecidamente utilizada y puede 
definirse como el cociente aritmético de una repartición. Se simboliza 
como “x ̅”, y es la adición de todos los valores dividida por 
el dígito de casos. Es una medida simplemente aplicable a 





2.6.5 Desviación estándar 
 
Según Hernández. R, Fernández. C y Baptista. M (2010, p.355), 
la desviación estándar es el cociente de desvío de las puntuaciones  
con relación a la media. Se simboliza como “σ”. Esto es, 
la desviación en cada apreciación relación a la media es elevada 
al cuadrado, se suman todas las desviaciones cuadradas, se divide  
entre el dígito general de puntuaciones y a esta partición se 











2.6.6  Varianza 
Según Hernández. R, Fernández. C y Baptista. M (2010, p.357), la 






2.6.7  Estadística de Prueba “Z” 
Según Martínez. R (2005, p. 452), La técnica para deducir Z es 
la controversia de medidas cuando se conoce la varianza muestral y 
el tamaño del tipo superior que 30, que es 








𝑋𝑎 = Media muestral antes  
 
𝑋𝑑 = Media muestral después  
 
𝑜𝒂
𝟐 =Varianza muestral antes  
 
𝑜𝒅
𝟐 =Varianza muestral después  
 
𝑛𝒂 =Tamaño de la muestra antes  
 





2.6.8  Estadística de Prueba “T - Student” 
Según Hernández. R, Fernández. C y Baptista. M (2010, p.384), es 
un experimento para valorar si dos grupos difieren 
entre sí de modo significativa relación a sus medias. 
Este ensayo será utilizado para el indicador cociente del impacto de 





𝑋𝑎: Media aritmética de las diferencias  
𝑆𝑑: Desviación estándar de las diferencias  
𝑛: Número de sujetos de la muestra 
 
2.6.9  Región de rechazo 
Según Ortega et al. (2009, pp.182-184), completo a que se 
ha determinado la medida de confianza γ parejo a 
0.95, entonces según la tabla de distribución normal Z, 
la zona crítico Zx es 1.645. Tal como se puede subrayar en 
la Figura 05, la comarca de rechazo de la hipótesis nula (RR) será 








Figura 05: Prueba unilateral de cola a la derecha 
Dónde:  
Zx: Punto crítico  
RR: Región de rechazo de la hipótesis nula  
RA: Región de aceptación de la hipótesis nula 
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2.7 Aspectos éticos 
El investigador se compromete a deferir la autenticidad de los 
resultados, comunicando con franqueza los resultados obtenidos, 
y impedir todo lo que se aleje de una gestión ética en este sentido; 
el investigador expondrá toda la realidad encontrada. 
Cabe mostrar además que el investigador se compromete a la 
confiabilidad de los datos suministrados por 
la institución para ejecutar el proyecto de Investigación y la identidad de 
los individuos que participan en el estudio. 
 
III. RESULTADOS 
En este capítulo se describen los resultados obtenidos de 
la indagación haciendo aplicación de los indicadores 
“tiempo promedio de registro de los incidentes” y “tiempo búsqueda de 
equipos tecnológicos”, y además se realiza el procesamiento de los 
datos obtenidos de las muestras de cada indicador (tanto para el pre-
test y el post-test) con el software IBM SPSS Statistics v.24. Como 
la indagación es de tipo pre-experimental, se tienen etapas para 
la recopilación de los datos, precedentemente de la implementación 
del sistema (pre-test) y cuando el sistema ha sido implementado 

















3.2 Indicador tiempo en el registro de incidentes 
  PRE TEST 
A continuación, se realizará la prueba de Kolmogorow Smirnov 
debido a que el tamaño de la muestra está conformado por 125 
procesos de registro. 
  Tabla 04: Prueba de normalidad – Indicador 1 – PRE TEST 
 Kolmogorov-Smirnova 










    Fuente: Elaboración propia 
Se visualiza los datos obtenidos de las mediciones del pre test, 
donde para el pre test se observa que el nivel de significancia de 




A continuación, se realizará la prueba de Kolmogorow Smirnov 
debido a que el tamaño de la muestra está conformado por 125 
procesos de registro. 
 
                         Tabla 05: Prueba de normalidad – Indicador 1 – POST TEST 
 Kolmogorov-Smirnova 















Se visualiza los datos obtenidos de las mediciones del post test, 
donde para el post test se observa que el nivel de significancia de 
,023 por lo tanto los datos que se tiene son de distribución normal. 
 
Prueba de Hipótesis Específica 
 
H1: El sistema informático para la gestión de incidencias basado en 
ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 
12207:2006 influirá reduciendo el tiempo en un 40% en el proceso 
de registro, en infouni lima 2017. 
 
Indicador: Tiempo de los procesos 
 
Hipótesis Nula (Ho): El sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 no influirá reduciendo el tiempo en un 40% 
en el proceso de registro, en infouni lima 2017. 
 
𝐻𝑜 = 𝐼𝑑 −  𝐼𝑎  ≤  0 ≈  𝐼𝑑  ≤  𝐼𝑎 
 
Hipótesis Alterna (Ha): El sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 
y ntp-iso/iec 12207:2006 no influirá reduciendo el tiempo en un 40% 
en el proceso de registro, en infouni lima 2017. 
 
𝐻𝑎 = 𝐼𝑑 −  𝐼𝑎  >  0 ≈  𝐼𝑑  >  𝐼𝑎 
 
Cálculo de datos descriptivos 
A continuación, se muestran las frecuencias de los datos calculando 
las medias respectivas en un antes y después del indicador “Tiempo 






Indicador: Tiempo de los procesos (PRE-TEST) 
Se muestra un histograma de los valores del indicador tiempo de los 
procesos, donde en el eje horizontal está el tiempo en segundos y en 
el eje vertical se encuentra la frecuencia que es el número de veces 






























Indicador: Tiempo de los procesos (POST-TEST) 
 Se muestra un histograma de los valores del indicador tiempo de los 
procesos, donde en el eje horizontal está el tiempo en segundos y en 
el eje vertical se encuentra la frecuencia que es el número de veces 
















Figura 07: Histograma del Indicador 1 POST TEST 
 
Análisis Comparativo  
A continuación, en la figura N°7 se presenta el análisis comparativo 
del indicador “Tiempo de los procesos”. En el cual se puede apreciar 
que el tiempo promedio de registro de incidentes sin el sistema 
informático para la gestión de incidencias es de 862.83 segundos, 
mientras que el tiempo promedio de registro de incidentes con el 
sistema informático para la gestión de incidencias es de 308.76 
segundos, por lo cual se concluye que el sistema informático para la 
gestión de incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 
17799:2007 y ntp-iso/iec 12207:2006 influirá reduciendo el tiempo en 
el proceso de registro, en infouni lima 2017. 
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3.3  Pruebas de “Z” 
Para la realización de la Prueba “Z” se utilizó la información 
recopilada referente al Pre-test y Post-test del indicador. 
 
A continuación, se realiza el resultado de contraste de hipótesis 








            𝑋𝑎 = 802.83                𝑋𝑑 = 308.76 
𝑜𝒂
𝟐 = 27639,253806                  𝑜𝒅
𝟐 = 10508,587097 











Z=28.2818952503060098475 = 28.282 













Se muestra el valor de Z dio como resultado 28.282, entonces si Z > 1.645, 
entonces se rechaza la hipótesis nula y se acepta la hipótesis alterna con 
un 95% como nivel de confianza, concluyendo que, El sistema informático 
para la gestión de incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 
17799:2007 y ntp-iso/iec 12207:2006 influirá reduciendo el tiempo en un 
40% en el proceso de registro, en infouni lima 2017. 
 
 
3.4 Indicador tiempo en la búsqueda de equipos tecnológicos 
  PRE TEST 
 
A continuación, se realizará la prueba de Kolmogorow Smirnov 
debido a que el tamaño de la muestra está conformado por 90 
Búsqueda de equipos tecnológicos. 
 
 Tabla 06: Prueba de normalidad – Indicador 2 – PRE TEST 
 Kolmogorov-Smirnova 











Fuente: Elaboración propia 
 
Se visualiza los datos obtenidos de las mediciones del pre test, 
donde para el pre test se observa que el nivel de significancia de 




A continuación, se realizará la prueba de Kolmogorow Smirnov 
debido a que el tamaño de la muestra está conformado por 90 




Tabla 07: Prueba de normalidad – Indicador 2 – POST TEST 
 Kolmogorov-Smirnova 











Fuente: Elaboración propia 
 
Se visualiza los datos obtenidos de las mediciones del post test, donde 
para el post test se observa que el nivel de significancia de ,200 por lo tanto 
los datos que se tiene son de distribución normal. 
 
Prueba de Hipótesis Específica 
 
H1: El sistema informático para la gestión de incidencias basado en ntp-
iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 influirá 
reduciendo el tiempo en un 30% en la búsqueda de los equipos 
tecnológicos en el centro de cómputo infouni lima 2017. 
 
Indicador: Tiempo en la Búsqueda de los equipos tecnológicos 
 
Hipótesis Nula (Ho): El sistema informático para la gestión de incidencias 
basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 
12207:2006 no influirá reduciendo el tiempo en un 30% en la búsqueda de 
los equipos tecnológicos en el centro de cómputo infouni lima 2017. 
 
𝐻𝑜 = 𝐼𝑑 −  𝐼𝑎  ≤  0 ≈  𝐼𝑑  ≤  𝐼𝑎 
 
Hipótesis Alterna (Ha): El sistema informático para la gestión de 
incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-
iso/iec 12207:2006 influirá reduciendo el tiempo en un 30% en la búsqueda 








Cálculo de datos descriptivos 
A continuación, se muestran las frecuencias de los datos calculando las 
medias respectivas en un antes y después del indicador “Tiempo en la 
búsqueda de equipos tecnológicos” 
 
Indicador: Tiempo en la búsqueda de equipos tecnológicos (PRE-
TEST) 
Se muestra un histograma de los valores del indicador tiempo en la 
búsqueda de los equipos tecnológicos, donde en el eje horizontal está el 
tiempo en segundos y en el eje vertical se encuentra la frecuencia que es el 





















Indicador: Tiempo en la búsqueda de equipos tecnológicos 
(POST-TEST) 
Se muestra un histograma de los valores del indicador tiempo en la 
búsqueda de los equipos tecnológicos, donde en el eje horizontal 
está el tiempo en segundos y en el eje vertical se encuentra la 
frecuencia que es el número de veces en que se presenta los 
















  Figura 10: Histograma del Indicador 2 – POST TEST 
 
Análisis Comparativo  
A continuación, en la figura N°10 se presenta el análisis comparativo 
del indicador “Tiempo en la búsqueda de los equipos tecnológicos”. 
En el cual se puede apreciar que el tiempo promedio de búsqueda 
de equipos tecnológicos sin el sistema informático para la gestión de 
incidencias es de 439.77 segundos, mientras que el tiempo promedio 
de búsquedas de equipos tecnológicos con el sistema informático 
para la gestión de incidencias es de 48.19 segundos, por lo cual se 
concluye que el sistema informático para la gestión de incidencias 
79 
 
basado en ntp-iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-
iso/iec 12207:2006 influirá reduciendo el tiempo en un 30% en la 
búsqueda de los equipos tecnológicos en el centro de cómputo 
infouni lima 2017. 
 
3.5  Pruebas “Z” 
Para la realización de la Prueba “Z” se utilizó la información 
recopilada referente al Pre-test y Post-test del indicador. 
A continuación, se realiza el resultado de contraste de hipótesis 








            𝑋𝑎 = 439.77            𝑋𝑑 = 48.19 
𝑜𝒂
𝟐 = 6406,487179                 𝑜𝒅
𝟐 = 468,201221 

















Figura 11: Prueba Paramétrica “Z” 
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Se muestra el valor de Z dio como resultado 44.804, entonces si Z > 
1.645, entonces se rechaza la hipótesis nula y se acepta la hipótesis 
alterna con un 95% como nivel de confianza, concluyendo que, El 
sistema informático para la gestión de incidencias basado en ntp-
iso/iec 20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 
influirá reduciendo el tiempo en un 30% en la búsqueda de los 






























En base a la investigación realizada por Vega (2009), el cual tiene el 
nombre de Análisis, Diseño e Implementación de un Sistema de 
Administración de Incidentes en Atención al Cliente para una Empresa de 
Telecomunicaciones menciona que el sistema redujo las incidencias en un 
40% en el tiempo de atención de reclamos y solicitudes respecto al tiempo 
de ingreso de incidencias en un tercio que se manejó anteriormente. Sobre 
dichos resultados se compara y relaciona con la investigación, el sistema 
informático para la gestión de incidencias basado en ntp-iso/iec 
20000:2012 ntp-iso/iec 17799:2007 y ntp-iso/iec 12207:2006 donde se 
concluye que influye reduciendo el tiempo en un 64.22% en el proceso de 
registro, en info-uni lima 2017. El tiempo del proceso del registro para la 
muestra es de 125 registros sin aplicar el sistema informático para la 
gestión de incidencias es de 107854 segundos (1797.57 minutos) y un 
tiempo promedio de 862.832 segundos equivalentes a (14.38 minutos). A 
diferencia con los datos generados después de aplicar el sistema 
informático para la gestión de incidencias, el tiempo se reduce en 38595 
segundos (643.25 minutos) y un tiempo promedio de 308.76 segundos 
(5.15 minutos). Por consiguiente, se demuestra que el sistema informático 
para la gestión de incidencias reduce el tiempo en un 64.22% en el proceso 
de registro, en info-uni. 
 
En base a la investigación realizada por Moncada (2014), donde 
implemento el Sistema web para el control de inventario en el área de 
soporte técnico de la corporación peruana Aeropuertos y Aviación 
Comercial menciona que en el proceso de verificación hubo una 
disminución del 30% en la búsqueda de equipos. Sobre dichos resultados 
se compara y relación con la investigación El sistema informático para la 
gestión de incidencias basado en ntp-iso/iec 20000:2012 ntp-iso/iec 
17799:2007 y ntp-iso/iec 12207:2006, el cual tiene una reducción de tiempo 
en un 89.09% en la búsqueda de los equipos tecnológicos en info-uni. El 
tiempo en la búsqueda de equipos tecnológicos para la muestra es de 90 
búsquedas sin aplicar el sistema informático para la gestión de incidencias 
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es de 39579 segundos (659,65 minutos) y un tiempo promedio de 439.77 
segundos equivalentes a (7.33 minutos). A diferencia con los datos 
generados después de aplicar el sistema informático para la gestión de 
incidencias, el tiempo reduce en 4339 segundos (72.28 minutos) y un 
tiempo promedio de 48 segundos (0.048 minutos). Por consiguiente, se 
demuestra que el sistema informático reduce el tiempo en un 89.09% en el 































Se concluye que el tiempo promedio de registro de  incidentes en el centro 
de cómputo INFO-UNI sin la aplicación del sistema informático para la 
gestión de incidencias para una muestra de 125 registros corresponde a 
107854 segundos (1797.57 minutos) y un tiempo promedio de 862.832 
segundos equivalente a (14.38 minutos), después de la implementación del 
sistema informático para la gestión de incidencias se obtuvo para una 
muestra de 125 registros un tiempo de 38595 segundos (643.25 minutos) y 
un tiempo promedio de 308.76 segundos (5.15 minutos). Por lo cual esto 
demuestra que el sistema informático para la gestión de incidencias 
disminuye el tiempo promedio de registro de incidentes en el centro de 
cómputo INFO-UNI en un 64.22%. 
 
Se concluye que el tiempo búsqueda de equipos tecnológicos en el centro 
de cómputo INFO-UNI sin la aplicación del sistema informático para la 
gestión de incidencias para una muestra de 90 Búsquedas de equipos 
tecnológicos corresponde a 39579 segundos (659,65 minutos) y un tiempo 
promedio de 439.77 segundos equivalente a (7.33 minutos), después de la 
implementación de la aplicación del sistema informático para la gestión de 
incidencias se obtuvo para una muestra de 90 búsquedas de equipos 
tecnológicos correspondientes a  4337 segundos (72,28 minutos) y un 
tiempo promedio de 48 segundos (0.048 minutos). Por lo cual esto 
demuestra que la aplicación del sistema informático para la gestión de 
incidencias disminuye el tiempo promedio de búsquedas de equipos 
















Se sugiere desarrollar el módulo de requerimientos para tener 
apartado todos los tickets que lleguen a la mesa principal y mejorar 
el sistema con respecto a la gestión. 
 
Se sugiere evaluar el nivel de satisfacción del usuario final luego de 
la implementación del sistema. 
 
Se sugiere que los errores que pudieran generarse en la utilización 
del sistema informático bajo plataforma web sean descritos en 
documentos para que se tenga presente al momento de hacer algún 
mantenimiento completo del sistema o de algún módulo específico.  
 
Se sugiere plantear posteriores investigaciones o ampliar el ya 
existente, con el fin de mejorar otros procesos desarrollados en el 
centro de cómputo INFOUNI, involucrados dentro de la gestión de 
incidencias, entre otros; de tal manera que se pueda unificar con 
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ANEXO 1: Instrumentos 
 
FICHA DE OBSERVACIÓN 
Indicador 1 – Tiempo promedio de registro de incidentes 
Nº DE FICHA DE 
OBSERVACION: 
1 
Observador: David Huamani Chavez 
Institución donde se 
investiga: 
 
Centro de computo INFOUNI 
Ubicación de la institución: Av. Túpac Amaru N° 210 - Distrito: Rímac 
Puerta N° 3 - Universidad Nacional de Ingeniería 
Facultad de Ingeniería Mecánica 
Indicador observado: Tiempo en el proceso de registro 
Periodo de la observación: 20/11/2017 – 26/11/2017 
   









Tiempo de los 
procesos  
Es la cantidad 
de incidentes 
atendidos en un 
determinado 
tiempo dentro 











incidencia   
TRI= TFR – TIR   
TRI= Tiempo de 
registro de 
incidencia TFR= 
Tiempo de fin de 
registro de 
incidencia TIR= 
Tiempo de inicio 








1 20/11/2017  852 231 621 
2 20/11/2017  991 284 707 
3 20/11/2017  1002 213 789 
4 20/11/2017  713 466 247 
5 20/11/2017  753 170 583 
6 20/11/2017  756 153 603 
7 20/11/2017  671 211 460 
8 20/11/2017  1098 449 649 
9 20/11/2017  785 382 403 
10 20/11/2017  658 447 211 
11 20/11/2017  1159 389 770 
12 20/11/2017  1053 439 614 
13 20/11/2017  819 223 596 
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14 20/11/2017  727 411 316 
15 21/11/2017 1109 202 907 
16 21/11/2017 962 355 607 
17 21/11/2017 1134 434 700 
18 21/11/2017 817 333 484 
19 21/11/2017 695 418 277 
20 21/11/2017 914 342 572 
21 21/11/2017 795 218 577 
22 21/11/2017 646 424 222 
23 21/11/2017 1107 279 828 
24 21/11/2017 891 303 588 
25 21/11/2017 988 323 665 
26 21/11/2017 835 401 434 
27 22/11/2017 610 470 140 
28 22/11/2017 873 462 411 
29 22/11/2017 953 442 511 
30 22/11/2017 935 284 651 
31 22/11/2017 841 420 421 
32 22/11/2017 866 399 467 
33 22/11/2017 812 191 621 
34 22/11/2017 1097 148 949 
35 22/11/2017 748 240 508 
36 22/11/2017 928 247 681 
37 22/11/2017 664 189 475 
38 22/11/2017 1198 260 938 
39 22/11/2017 796 136 660 
40 22/11/2017 1064 211 853 
41 22/11/2017 714 244 470 
42 22/11/2017 1094 444 650 
43 22/11/2017 977 199 778 
44 22/11/2017 738 177 561 
45 22/11/2017 1142 332 810 
46 22/11/2017 1103 128 975 
47 23/11/2017 932 471 461 
48 23/11/2017 1181 275 906 
49 23/11/2017 836 405 431 
50 23/11/2017 1054 363 691 
51 23/11/2017 794 323 471 
52 23/11/2017 1050 347 703 
53 23/11/2017 695 439 256 
54 23/11/2017 1031 310 721 
55 23/11/2017 859 370 489 
56 23/11/2017 644 331 313 
57 23/11/2017 721 214 507 
58 23/11/2017 990 368 622 
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59 23/11/2017 633 232 401 
60 23/11/2017 942 442 500 
61 23/11/2017 809 122 687 
62 23/11/2017 689 138 551 
63 23/11/2017 779 273 506 
64 24/11/2017 645 457 188 
65 24/11/2017 802 390 412 
66 24/11/2017 836 370 466 
67 24/11/2017 731 136 595 
68 24/11/2017 652 276 376 
69 24/11/2017 730 454 276 
70 24/11/2017 651 235 416 
71 24/11/2017 669 306 363 
72 24/11/2017 964 337 627 
73 24/11/2017 691 435 256 
74 24/11/2017 893 205 688 
75 24/11/2017 1023 299 724 
76 24/11/2017 949 293 656 
77 24/11/2017 668 136 532 
78 24/11/2017 697 423 274 
79 24/11/2017 770 125 645 
80 24/11/2017 601 236 365 
81 24/11/2017 1069 185 884 
82 25/11/2017 605 313 292 
83 25/11/2017 773 429 344 
84 25/11/2017 1196 439 757 
85 25/11/2017 1055 464 591 
86 25/11/2017 941 191 750 
87 25/11/2017 736 173 563 
88 25/11/2017 919 266 653 
89 25/11/2017 813 387 426 
90 25/11/2017 961 144 817 
91 25/11/2017 978 248 730 
92 25/11/2017 756 132 624 
93 25/11/2017 1105 424 681 
94 25/11/2017 698 369 329 
95 25/11/2017 742 190 552 
96 25/11/2017 621 424 197 
97 25/11/2017 1116 453 663 
98 25/11/2017 893 288 605 
99 25/11/2017 969 160 809 
100 25/11/2017 674 128 546 
101 25/11/2017 1090 266 824 
102 25/11/2017 732 270 462 
103 25/11/2017 1045 386 659 
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104 26/11/2017 774 293 481 
105 26/11/2017 1041 356 685 
106 26/11/2017 732 354 378 
107 26/11/2017 660 195 465 
108 26/11/2017 832 326 506 
109 26/11/2017 719 404 315 
110 26/11/2017 635 311 324 
111 26/11/2017 1060 393 667 
112 26/11/2017 1047 363 684 
113 26/11/2017 997 272 725 
114 26/11/2017 849 392 457 
115 26/11/2017 1030 403 627 
116 26/11/2017 646 468 178 
117 26/11/2017 698 366 332 
118 26/11/2017 1069 311 758 
119 26/11/2017 1183 291 892 
120 26/11/2017 648 400 248 
121 26/11/2017 971 311 660 
122 26/11/2017 808 232 576 
123 26/11/2017 679 261 418 
124 26/11/2017 779 256 523 































FICHA DE OBSERVACIÓN 
Indicador 2 – Tiempo promedio de la búsqueda de equipos tecnológicos 
Nº DE FICHA DE 
OBSERVACION: 
1 
Observador: David Huamani Chavez 
Institución donde se 
investiga: 
 
Centro de computo INFOUNI 
Ubicación de la institución: Av. Túpac Amaru N° 210 - Distrito: Rímac 
Puerta N° 3 - Universidad Nacional de Ingeniería 
Facultad de Ingeniería Mecánica 
Indicador observado: Tiempo en la búsqueda de equipos tecnológicos 
Periodo de la observación: 20/11/2017 – 26/11/2017 
   













Es el tiempo de 
búsqueda para 











búsqueda de un 
equipo 
tecnológico 
T''= T_fin''-T_ini''                 
T'': tiempo de 
búsqueda;  
T_ini'': tiempo de 
inicio del proceso;          
T_fin'': tiempo de 
fin del proceso 
 
 




1 20/11/2017 384 61 323 
2 20/11/2017 346 35 311 
3 20/11/2017 374 80 294 
4 20/11/2017 334 30 304 
5 20/11/2017 492 43 449 
6 20/11/2017 470 21 449 
7 20/11/2017 477 63 414 
8 20/11/2017 390 49 341 
9 20/11/2017 406 64 342 
10 20/11/2017 503 35 468 
11 20/11/2017 389 29 360 
12 21/11/2017 434 50 384 
13 21/11/2017 340 60 280 
14 21/11/2017 404 43 361 
15 21/11/2017 482 55 427 
16 21/11/2017 432 33 399 
17 21/11/2017 388 18 370 
18 21/11/2017 597 32 565 
19 21/11/2017 583 26 557 
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20 21/11/2017 514 39 475 
21 21/11/2017 461 42 419 
22 21/11/2017 314 44 270 
23 22/11/2017 399 45 354 
24 22/11/2017 371 64 307 
25 22/11/2017 378 15 363 
26 22/11/2017 539 49 490 
27 22/11/2017 502 45 457 
28 22/11/2017 397 49 348 
29 22/11/2017 304 85 219 
30 22/11/2017 401 53 348 
31 22/11/2017 365 44 321 
32 22/11/2017 419 57 362 
33 22/11/2017 520 25 495 
34 22/11/2017 484 85 399 
35 22/11/2017 416 88 328 
36 23/11/2017 372 66 306 
37 23/11/2017 564 58 506 
38 23/11/2017 556 40 516 
39 23/11/2017 556 28 528 
40 23/11/2017 464 74 390 
41 23/11/2017 430 64 366 
42 23/11/2017 514 22 492 
43 23/11/2017 473 73 400 
44 23/11/2017 529 26 503 
45 23/11/2017 387 89 298 
46 23/11/2017 367 15 352 
47 24/11/2017 380 26 354 
48 24/11/2017 306 89 217 
49 24/11/2017 373 47 326 
50 24/11/2017 512 17 495 
51 24/11/2017 472 23 449 
52 24/11/2017 579 60 519 
53 24/11/2017 561 90 471 
54 24/11/2017 501 47 454 
55 24/11/2017 407 70 337 
56 24/11/2017 359 18 341 
57 24/11/2017 386 71 315 
58 24/11/2017 345 23 322 
59 24/11/2017 414 56 358 
60 24/11/2017 394 52 342 
61 24/11/2017 366 42 324 
62 24/11/2017 331 27 304 
63 24/11/2017 394 22 372 
64 24/11/2017 571 41 530 
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65 25/11/2017 528 79 449 
66 25/11/2017 451 40 411 
67 25/11/2017 568 65 503 
68 25/11/2017 563 46 517 
69 25/11/2017 523 24 499 
70 25/11/2017 571 61 510 
71 25/11/2017 536 85 451 
72 25/11/2017 494 19 475 
73 25/11/2017 324 17 307 
74 25/11/2017 391 17 374 
75 25/11/2017 418 15 403 
76 25/11/2017 523 34 489 
77 25/11/2017 450 77 373 
78 26/11/2017 600 45 555 
79 26/11/2017 509 42 467 
80 26/11/2017 351 54 297 
81 26/11/2017 460 22 438 
82 26/11/2017 417 59 358 
83 26/11/2017 381 88 293 
84 26/11/2017 317 76 241 
85 26/11/2017 319 84 235 
86 26/11/2017 338 50 288 
87 26/11/2017 425 36 389 
88 26/11/2017 387 67 320 
89 26/11/2017 392 33 359 
89 26/11/2017 471 70 401 












ANEXO 2: Matriz de consistencia 
PROBLEMAS OBJETIVOS HIPOTESIS VARIABLE DIMENSIONES INDICADORES 
General General General    
¿De qué manera influye un 
sistema informático para la 
gestión de incidencias basado 
en ntp-iso/iec 20000:2012 ntp-
iso/iec 17799:2007 y ntp-iso/iec 
12207:2006 en el centro de 
cómputo infouni lima 2017? 
 
Determinar la influencia de un 
sistema informático para la 
gestión de incidencias basado 
en ntp-iso/iec 20000:2012 ntp-
iso/iec 17799:2007 y ntp-iso/iec 
12207:2006 en el centro de 
cómputo infouni lima 2017. 
 
El sistema informático para la 
gestión de incidencias basado en 
ntp-iso/iec 20000:2012 ntp-iso/iec 
17799:2007 y ntp-iso/iec 
12207:2006 influirá reduciendo el 
tiempo en el proceso de registro en 
un 40% y reduciendo el tiempo en la 
búsqueda de los equipos 
tecnológicos en un 30% en el centro 










específicos específicos Específicos   Indicadores 
¿De qué manera influye un 
sistema informático para la 
gestión de incidencias basado 
en ntp-iso/iec 20000:2012 ntp-
iso/iec 17799:2007 y ntp-iso/iec 
12207:2006 en el tiempo del 
proceso de registro, en infouni 
lima 2017? 
Determinar la influencia de un 
sistema informático para la 
gestión de incidencias basado 
en ntp-iso/iec 20000:2012 ntp-
iso/iec 17799:2007 y ntp-iso/iec 
12207:2006 en el tiempo en el 
proceso de registro en el centro 
de cómputo infouni lima 2017. 
 
El sistema informático para la 
gestión de incidencias basado en 
ntp-iso/iec 20000:2012 ntp-iso/iec 
17799:2007 y ntp-iso/iec 
12207:2006 influirá reduciendo el 
tiempo en un 40% en el proceso de 

















Tiempo de registro de incidencia   
TRI= TFR – TIR   
TRI= Tiempo de registro de 
incidencia TFR= Tiempo de fin de 
registro de incidencia TIR= Tiempo 
de inicio de registro de incidencia  
 
(Tipler Y Mosca, 2010, p.27) 
¿De qué manera influye un 
sistema informático para la 
gestión de incidencias basado 
en ntp-iso/iec 20000:2012 ntp-
iso/iec 17799:2007 y ntp-iso/iec 
12207:2006 en el tiempo de 
búsqueda de los equipos 
tecnológicos, en infouni lima 
2017? 
 
Determinar la influencia de 
sistema informático para la 
gestión de incidencias basado 
en ntp-iso/iec 20000:2012 ntp-
iso/iec 17799:2007 y ntp-iso/iec 
12207:2006 en el tiempo de la 
búsqueda de los equipos 
tecnológicos e el centro de 
cómputo infouni lima 2017. 
 
El sistema informático para la 
gestión de incidencias basado en 
ntp-iso/iec 20000:2012 ntp-iso/iec 
17799:2007 y ntp-iso/iec 
12207:2006 influirá reduciendo el 
tiempo en un 30% en la búsqueda 
de los equipos tecnológicos en el 









Tiempo de búsqueda de un equipo 
tecnológico 
T''= T_fin''-T_ini''                 
T'': tiempo de búsqueda;  
T_ini'': tiempo de inicio del proceso;          
T_fin'': tiempo de fin del proceso 
 
(Fabregas, 2005, p.112) 
Tabla 08: Matriz de consistencia
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PLANIFICACION: Características del centro de computo 
 
Planificación de la mejora 
Análisis FODA 
Fortalezas 
F01. El área mantiene un amplio espacio para 
poder mantener su orden 
F02. El área cuenta con la cantidad de personal 
suficiente para brindar un servicio eficaz. 
F03. El centro tiene un margen estudiantil que 
permite seguir creciendo económicamente 
F04. El personal técnico trabaja en equipo y bajo 
presión. 
F05. El área cuenta con los recursos necesarios 
para mejorar su infraestructura. 
Debilidades 
D01. La falta de los procesos estándar y una 
metodología que aplicar 
D02. Falta de una herramienta para monitorear las 
actividades 
D03. Mala comunicación entre las áreas  
D04. No se tiene conocimiento del propósito del centro 
D05. No hay reconocimiento a las actividades del 
personal 
D06. Administración incorrecta de los equipos de TI 
D07. Indisponibilidad en algunos servicios que brinda el 
área 
D08. Deficiencia en los informes finales que presenta el 
personal 
D09. Deficiencia para iniciar proyectos en el área. 
D10. Tiempo inadecuado para la resolución de un 
incidente  
D11. Falta de documentación diaria de las actividades 
realizadas 
D12. Desconocimiento de ciertos equipos para reparar. 
Oportunidades 
O01. Innovar el desarrollo del área con un sistema 
basado en ITIL 
O02. Establecer políticas sobre seguridad de la 
información 
O03. Habilitar nuevos servicios de acuerdo a las 
necesidades  
O04. Brindar valor agregado al servicio prestado 
O05. Respaldo de la propia universidad 
O06. Aplicar una nueva organización de TI 
O07. Mejorar el clima de trabajo para el personal técnico 
 
Amenazas 
A01. Tercerización del área de Soporte y proyectos 
propuestos 
A02. Incorrecta administración de los recursos, conlleva 
restricciones de inversión 
A03. Escasez de equipos de TI 
A04. Fuga de personal con experiencia 
A05. Incorrecta manipulación de los equipos, conlleva 
dañar y minimizarlos 
A06. Malos hábitos de atención al usuario, minimizara el 
ingreso estudiantil. 
 




PLANIFICACION: Historias de usuarios 
Historia de Usuario 
Numero: 01 Nombre: Registro de Incidente 
Usuario: Usuario / Técnico / Administrador 
Modificación de historia número: NA Iteración Asignada: 1 
Prioridad en Negocio: Media 
(Alta / Media / Baja) 
Puntos Estimados: 5 
Riesgos en Desarrollo: Medio 
(Alto / Medio / Bajo) 
Puntos Reales: 5 
Descripción: 
 
• El usuario, técnico o administrador registra los datos del incidente (Categoría del 
incidente, Tipo de incidente, Urgencia , Lugar , Equipo de TI, Titulo , Descripción , 
Archivo o imagen adjunto) 
 
• Una vez que se registra el incidente, este se va a la cola de incidentes en donde 
se mostrara de forma resumida todos los tickets que ha generado. 
 
• Luego de ello, el sistema le permite generar más ticket’s 
 





• Todos los incidentes generados, se van directamente a la cola de los técnicos y 
administrador. 
• El sistema no permitirá el registro si no se agrega toda la información requerida 
por la plantilla para generar el incidente 




Historia de Usuario 
Numero: 02 Nombre: Registro Problema 
Usuario: Administrador / Técnico 
Modificación de historia número: NA Iteración Asignada: 1 
Prioridad en Negocio: Media 
(Alta / Media / Baja) 
Puntos Estimados: 5 
Riesgos en Desarrollo: Medio 
(Alto / Medio / Bajo) 
Puntos Reales: 5 
Descripción: 
 
• El administrador o técnico registra los datos del Problema (Categoría del 
Problema, Tipo de incidente, Urgencia, Lugar, Equipo de TI, Titulo , Descripción , 
Archivo o imagen adjunto) 
 
• Una vez que se registra el problema, este se va a la cola de problemas en donde 
se mostrara de forma resumida todos los tickets que ha generado. 
 
• Luego de ello, el sistema le permite generar más ticket’s por problemas. 
 




• Todos los incidentes generados, se van directamente a la cola de los técnicos y 
administrador. 
• El sistema no permitirá el registro si no se agrega toda la información requerida 
por la plantilla para generar el problema. 





Historia de Usuario 
Numero: 03 Nombre: Equipos de TI 
Usuario: Técnico / Administrador 
Modificación de historia número: NA Iteración Asignada: 1 
Prioridad en Negocio: Media 
(Alta / Media / Baja) 
Puntos Estimados: 5 
Riesgos en Desarrollo: Medio 
(Alto / Medio / Bajo) 
Puntos Reales: 5 
Descripción: 
• El administrador o Técnico registra los datos del Equipo de TI (Nombre , Serial , 
Estado , Modelo , Fabricante , lugar  , Categoría) 
 
• Una vez registrado el equipo de TI, se va a la lista de equipos que están listados, y 
se diferenciaran por su estado que se encuentra (Nuevo , Antiguo , En reparación , 
inoperativo) 
 
• Los que podrán modificar y/o eliminar serán el administrador o técnicos, cuando ya 
están listados. 
Observaciones:  
• Todos los equipos de TI que se registren se almacenan en la lista de equipos para 
el perfil de administrador y técnico. 
• El sistema no permitirá el registro si no se agrega toda la información requerida 
por la plantilla para agregar el equipo TI 





Historia de Usuario 
Numero: 04 Nombre: Base de procedimientos 
Usuario: Técnico / Administrador 
Modificación de historia número: NA Iteración Asignada: 1 
Prioridad en Negocio: Media 
(Alta / Media / Baja) 
Puntos Estimados: 5 
Riesgos en Desarrollo: Medio 
(Alto / Medio / Bajo) 
Puntos Reales: 5 
Descripción: 
• El administrador o Técnico puede registra los datos de una nueva categoría de 
procedimientos (Nombre) 
 
• El administrador o técnico puede agregar nuevos procedimientos (Nombre, 
descripción, categoría, adjunto) 
 
• Todos los procedimientos se agregan en un listado en base de procedimiento por 
categoría elegida. 
 




• Todos los procedimientos que se agreguen a la lista estarán visibles para el perfil 
de administrador y técnico 
• Si la plantilla no está completa, no se permitirá guardar un procedimiento. 
• Todos los procedimientos, están marcados con el nombre de la persona que lo 
agrego. 
Tabla 13: Historia de usuario registro de base de procedimientos – Priolo, S (2009) 
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Historia de Usuario 
Numero: 05 Nombre: Servicios Externos 
Usuario: Administrador 
Modificación de historia número: NA Iteración Asignada: 1 
Prioridad en Negocio: Media 
(Alta / Media / Baja) 
Puntos Estimados: 5 
Riesgos en Desarrollo: Medio 
(Alto / Medio / Bajo) 
Puntos Reales: 5 
Descripción: 
• El administrador puede registrar los datos de un nuevo servicio externo (Nombre, 
Categoría, Soporte de apoyo , Equipo en ejecución , Tiempo en resolver , 
Descripción) 
 
• Una vez agregado el nuevo servicio externo, se lista con las demás visitas de 
servicios. 
 




• Los servicios externos agregados, solamente están visibles para el perfil de 
administrador. 
• En caso la plantilla no esté completa, el sistema no permitirá el registro del 
servicio. 
 





Historia de Usuario 
Numero: 06 Nombre: Usuarios 
Usuario: Administrador 
Modificación de historia número: NA Iteración Asignada: 1 
Prioridad en Negocio: Media 
(Alta / Media / Baja) 
Puntos Estimados: 5 
Riesgos en Desarrollo: Medio 
(Alto / Medio / Bajo) 
Puntos Reales: 5 
Descripción: 
• El administrador podrá registrar nuevos usuarios de tipo usuario, técnico o 
administrador (Nombre , Apellidos , Teléfono , Fecha de nacimiento , E-Mail , Tipo 
de usuario , contraseña , confirmar contraseña) 
 
• Una vez registrado el usuario, se ira a una lista de usuario disponibles 
 
Observaciones:  
• Los nuevos usuarios agregados, solo estarán visibles en el perfil de administrador. 
• En caso no se complete la plantilla de usuarios nuevos, no se permitirá la 
creación. 
 









Historia de Usuario 
Numero: 07 Nombre: Reportes 
Usuario: Administrador 
Modificación de historia número: NA Iteración Asignada: 1 
Prioridad en Negocio: Media 
(Alta / Media / Baja) 
Puntos Estimados: 5 
Riesgos en Desarrollo: Medio 
(Alto / Medio / Bajo) 
Puntos Reales: 5 
Descripción: 
• El administrador tendrá acceso al reporte de Incidentes solucionados en el último 
año. 
 
• El administrador tendrá acceso al reporte de Incidentes solucionados en los 
últimos 7 días 
 
• El administrador tendrá acceso al reporte de Incidentes de seguridad de la 
información en los últimos 7 días 
 
• El administrador tendrá acceso al reporte de problemas solucionados en el último 
año 
 
• El administrador tendrá acceso al reporte de problemas solucionados en los 
últimos 7 días 
Observaciones:  
• Todos los reportes se irán actualizando mediante la data que se ira agregando por 
los usuarios con respecto a sus incidencias 
• El módulo de reportes solo estará habilitado para el perfil de administrador 
 
       Tabla 16: Historia de usuario reportes en el visor administrador 
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Historia de Usuario 
Numero: 08 Nombre: Herramientas 
Usuario: Administrador 
Modificación de historia número: NA Iteración Asignada: 1 
Prioridad en Negocio: Media 
(Alta / Media / Baja) 
Puntos Estimados: 5 
Riesgos en Desarrollo: Medio 
(Alto / Medio / Bajo) 
Puntos Reales: 5 
Descripción: 
• El administrador tendrá acceso a poder descargar internamente los backup’s del 
sistema 
• El administrador tendrá acceso a poder exportar los backup’s del sistema 
 
• El administrador tendrá acceso a poder eliminar los backup’s 
 
Observaciones:  
• Las herramientas con respecto a los backup’s solamente estarán habilitadas para 
el perfil de administrador 
 
 

























   Tabla 18: Estimación de historia de usuario – Priolo, S (2009) 
 
  Variables de Historia: 
   
  A: Complejidad de Historia (0.25) 
 




























Historia A B Total Puntos de 
historia 
1. Registro de Incidente 6 9 6*0.25+9*0.75= 8.25 5 
2. Registro de Problema 5 8 5*0.25+8*0.75= 7.25  4 
3. Equipos de TI 5 6 5*0.25+6*0.75= 5.75  3 
4. Base de procedimientos 5 8 5*0.25+8*0.75= 7.25 4 
5. Servicios Externos 5 8 5*0.25+8*0.75= 7.25 4 
6. Usuarios 5 6 5*0.25+6*0.75= 5.75 3 
7. Reportes 5 8 5*0.25+8*0.75= 7.25 4 
8. Herramientas 3 7 3*0.25+7*0.75= 6  3 
118 
 
















































                             Tabla 21: Tarjeta CRC Equipos de TI – Pressman, Roger (2010) 
Tarjeta CRC 
Numero: 01 Nombre: Registro de Incidente 
Responsabilidad: 
 
• Registra usuario 
• Registra técnico 
• Registra administrador 
• Modifica administrador 
• Elimina administrador 





Numero: 02 Nombre: Registro de Problema 
Responsabilidad: 
 
• Registra técnico 
• Elimina técnico 
• Registra administrador 
• Modifica administrador 
• Elimina administrador 





Numero: 03 Nombre: Equipos de TI 
Responsabilidad: 
 
• Registra técnico 
• Registra administrador 
• Modifica técnico 
• Modifica administrador 
• Elimina técnico 




































              
















 Tabla 24: Tarjeta CRC Gestión de usuarios – Pressman, Roger (2010) 
 
Tarjeta CRC 
Numero: 05 Nombre: Servicios Externos 
Responsabilidad: 
 
• Registra administrador 





Numero: 04 Nombre: Base de procedimientos 
Responsabilidad: 
 
• Registra técnico 
• Registra administrador 
• Modifica técnico 
• Modifica administrador 
• Elimina técnico 





Numero: 06 Nombre: Gestion de usuarios 
Responsabilidad: 
 
• Registra administrador 





















































Numero: 07 Nombre: Reportes 
Responsabilidad: 
• Visualiza Incidencias anual 
administrador 
• Visualiza Incidencias 
semanal administrador 
• Visualiza reportes de 
seguridad semanal 
administrador 
• Visualiza Problemas anual 
administrador 






Numero: 08 Nombre: Herramientas 
Responsabilidad: 
 
• Genera backup administrador 
• Descarga backup 
administrador 









































                           Figura 24: Diagrama de base de datos del sistema
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DISEÑO: Maquetación del Sistema Web 
 
El diseño de la página principal del sistema web, lleva color 


















      Figura 41: Diseño de inicio 
 
 
La segunda ventana es la autentificación de usuario, donde 
























La ventana es la que lista todos los incidentes generados por los 
usuarios, técnicos o administrador. Este tipo de vista es distinto 
por usuario, ya que el usuario solamente vero los incidentes que 
ha registrado el mismo, el técnico tiene la visión de todos los 
tickets generados por distintos usuarios y el administrador puede 







































La ventana de registro de incidencia, permite que los usuarios 
ingresen los datos referentes a su incidencia que se presenta, 

















                                              Tabla 44: Diseño registro de incidente 
 
La ventana de base de procedimientos es visible para el usuario 
técnico y administrador, les permite una retroalimentación de 
información sobre distintos tipos de incidencias en base a 



















                Figura 45: Diseño de base de procedimientos 
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La ventana de servicios externos, permite tener el conocimiento 
de las empresas externas que ingresan a brindar servicios de 


















         Figura 46: Diseño de servicios externos 
 
La ventana gestión de usuarios, permite registrar a las personas 
con todos los datos necesarios y brindándole un tipo de usuario 





























Las rutas son necesarias para la navegación, en laravel una 
ruta puede llamar a una vista, función o un controlador. Puede 












































El controlador es el encargado de interactuar con la vista y 
realizar peticiones al modelo de datos, en laravel si se crea un 
controlador a partir llamando al método resource, por defecto el 
controlador viene implementado con los métodos de créate, 






































































































































































































El modelo es quien interactúa con la base de datos, en laravel se 
extiende un modelo que creamos con el Model que trae laravel por 















































Para la vista, laravel hace uso del motor de plantillas Blade, que 
permite generar HTML dinámico con una sintaxis limpia, podemos 
llamar a variables, hacer uso de operadores lógicos, estructuras 








































































































Caso de Prueba 
N° Caso de Prueba: 1  N° Historia de Usuario: 1 
Nombre de Caso de Prueba: Autentificación correcta de usuario 
Descripción: 
 
Se realiza la verificación del correcto logeo de usuario en el sistema 
Condiciones de ejecución: 
 
El administrador es el único que tiene acceso al módulo gestión de usuarios 
y realiza el registro de la persona en el sistema. 
Entradas: 
 
1. El usuario ingresa el correo electrónico 
(usuario@hotmail.com) y la contraseña (secret) 
 
2. El usuario presiona sobre la opción ingresar 
Resultado esperado: 
 
• El sistema lo redirige al panel principal del sistema 
 
• El sistema le muestra el módulo activo y en la parte superior derecha 
mostrara nombre del usuario con mensaje de bienvenida 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 2 N° Historia de Usuario: 1 
Nombre de Caso de Prueba: Autentificación incorrecta de usuario 
Descripción: 
 
Se realiza la verificación del incorrecto logeo de usuario en el sistema 
 
Condiciones de ejecución: 
 
El administrador es el único que tiene acceso al módulo gestión de 
usuarios y realiza el registro de la persona en el sistema. 
Entradas: 
 
1. El usuario ingresa el correo electrónico 
(usuario@hotmail.com) y la contraseña (secret) 
 
2. El usuario presiona sobre la opción ingresar 
Resultado esperado: 
 
• El sistema es devuelto a la venta de logeo del sistema. 
 
• El sistema muestra en la parte superior un mensaje de error “Estas 
















Caso de Prueba 
N° Caso de Prueba: 3 N° Historia de Usuario: 1 
Nombre de Caso de Prueba: Registro correcto de Incidencias 
Descripción: 
 
Se realiza la verificación correcta del registro del incidente 
Condiciones de ejecución: 
 
El usuario, técnico o administrador debe logearse correctamente al sistema. 
Entradas: 
 
1. El usuario, técnico o administrador, se dirigen a la opción de gestión de 
incidencias 
2. El usuario, técnico o administrador ingresan los datos del incidente 




• El sistema le muestra un mensaje con un fondo por 3 segundos, 
“Incidente registrado correctamente” 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 4 N° Historia de Usuario: 1 
Nombre de Caso de Prueba: Registro Incorrecto de Incidencias 
Descripción: 
 
Se realiza la verificación incorrecta del registro del incidente 
Condiciones de ejecución: 
 
El usuario, técnico o administrador debe logearse correctamente al sistema. 
Entradas: 
 
1. El usuario, técnico o administrador, se dirigen a la opción de gestión de 
incidencias 
2. El usuario, técnico o administrador ingresan los datos del incidente 
(Categoría del incidente, tipo de incidente, urgencia, lugar, Equipo de TI  
, Titulo , descripción) 
Resultado esperado: 
 
















Caso de Prueba 
N° Caso de Prueba: 5 N° Historia de Usuario: 2 
Nombre de Caso de Prueba: Correcto registro de problema 
Descripción: 
 
Se realiza la verificación correcta del registro del problema 
Condiciones de ejecución: 
 
El técnico o administrador debe logearse correctamente al sistema. 
Entradas: 
 
1. El técnico o administrador, se dirigen a la opción de gestión de 
problemas 
2. El técnico o administrador ingresan los datos del incidente (Categoría del 




• El sistema le muestra un mensaje con un fondo por 3 segundos, 
“problema registrado correctamente” 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 6 N° Historia de Usuario: 2 
Nombre de Caso de Prueba: Incorrecto registro de problema 
Descripción: 
 
Se realiza la verificación incorrecta del registro del problema 
Condiciones de ejecución: 
 
El técnico o administrador debe logearse correctamente al sistema. 
Entradas: 
 
1. El técnico o administrador, se dirigen a la opción de gestión de 
problemas 
2. El técnico o administrador ingresan los datos del incidente (Categoría del 




















Caso de Prueba 
N° Caso de Prueba: 7 N° Historia de Usuario: 3 
Nombre de Caso de Prueba: Correcto registro de Equipos de TI 
Descripción: 
 
Se realiza la verificación del correcto registro de equipos de TI 
Condiciones de ejecución: 
 
El técnico o administrador deben estar logeados en el sistema correctamente. 
 
El técnico o administrador deben estar sobre el módulo de equipos de TI 
Entradas: 
 
1. El técnico o administrador, se dirigen a la opción de Equipos de TI. 
 
2. El técnico o administrador ingresa los datos del equipo TI (Nombre, 





• El sistema le muestra un mensaje con un fondo por 3 segundos, “Equipo 
de TI registrado correctamente” 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 8 N° Historia de Usuario: 3 
Nombre de Caso de Prueba: Incorrecto registro de Equipos de TI 
Descripción: 
 
Se realiza la verificación del incorrecto registro de equipos de TI 
Condiciones de ejecución: 
 
El técnico o administrador deben estar logeados en el sistema correctamente. 
 
El técnico o administrador deben estar sobre el módulo de equipos de TI 
Entradas: 
 
1. El técnico o administrador, se dirigen a la opción de Equipos de TI. 
 
2. El técnico o administrador ingresa los datos del equipo TI (Nombre, 





• El sistema le muestra un mensaje con un fondo por 3 segundos, “Error al 
ingresar datos de Equipos de TI” 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 9 N° Historia de Usuario: 4 
Nombre de Caso de Prueba: Correcto registro en Base de procedimientos 
Descripción: 
 
Se realiza la verificación del correcto del registro en la Base de procedimientos 
Condiciones de ejecución: 
 
El técnico o administrador deben estar logeados en el sistema correctamente. 
 




1. El técnico o administrador, se dirigen a la opción de Base de 
procedimientos. 
 





• El sistema le muestra un mensaje con un fondo por 3 segundos, 
“Procedimiento registrado correctamente” 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 10 N° Historia de Usuario: 4 
Nombre de Caso de Prueba:  Incorrecto registro en Base de procedimientos 
Descripción: 
 
Se realiza la verificación del incorrecto del registro en la Base de 
procedimientos 
Condiciones de ejecución: 
 
El técnico o administrador deben estar logeados en el sistema correctamente. 
 




1. El técnico o administrador, se dirigen a la opción de Base de 
procedimientos. 
 





• El sistema le muestra un mensaje con un fondo por 3 segundos, “Error al 
ingresar datos de nuevo procedimiento” 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 11 N° Historia de Usuario: 5 
Nombre de Caso de Prueba: Correcto registro de servicios externos 
Descripción: 
 
Se realiza la verificación del correcto registro de servicio externo 
Condiciones de ejecución: 
 
El administrador debe estar logeados en el sistema correctamente. 
 
El administrador debe estar sobre el módulo de Servicios externo 
Entradas: 
 
1. El administrador, se dirige a la opción de Servicio externo. 
 
2. El administrador ingresa los datos del nuevo servicio externo (Nombre, 





• El sistema le muestra un mensaje con un fondo por 3 segundos, 
“Servicio externo registrado correctamente” 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 12 N° Historia de Usuario: 5 
Nombre de Caso de Prueba: Incorrecto registro de servicios externos 
Descripción: 
 
Se realiza la verificación del incorrecto registro de servicio externo 
Condiciones de ejecución: 
 
El administrador debe estar logeados en el sistema correctamente. 
 
El administrador debe estar sobre el módulo de Servicios externo 
Entradas: 
 
1. El administrador, se dirige a la opción de Servicio externo. 
 
2. El administrador ingresa los datos del nuevo servicio externo (Nombre, 





• El sistema le muestra un mensaje con un fondo por 3 segundos, “Error al 
registrar el nuevo servicio externo” 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 13 N° Historia de Usuario: 6 
Nombre de Caso de Prueba: correcto registro de usuarios 
Descripción: 
 
Se realiza la verificación del correcto registro de usuarios en el sistema 
Condiciones de ejecución: 
 
El administrador debe estar logeados en el sistema correctamente. 
 
El administrador debe estar sobre el módulo de Gestion de usuarios 
Entradas: 
 
1. El administrador, se dirige a la opción de gestión de usuarios. 
 
2. El administrador ingresa los datos del nuevo usuario (Nombre, Apellidos, 





















Caso de Prueba 
N° Caso de Prueba: 14 N° Historia de Usuario: 6 
Nombre de Caso de Prueba: Incorrecto registro de usuarios 
Descripción: 
 
Se realiza la verificación del incorrecto registro de usuarios en el sistema 
Condiciones de ejecución: 
 
El administrador debe estar logeados en el sistema correctamente. 
 
El administrador debe estar sobre el módulo de Gestión de usuarios 
Entradas: 
 
1. El administrador, se dirige a la opción de gestión de usuarios. 
 
2. El administrador ingresa los datos del nuevo usuario (Nombre, Apellidos, 





• El sistema le muestra un mensaje con un fondo por 3 segundos, “Error al 
registrar nuevo usuario” 
Evaluación: 
 












Caso de Prueba 
N° Caso de Prueba: 15 N° Historia de Usuario: 8 
Nombre de Caso de Prueba: Correcto uso de herramientas 
Descripción: 
 
Se realiza la verificación del correcto uso herramientas del sistema 
Condiciones de ejecución: 
 
El administrador debe estar logeados en el sistema correctamente. 
 
El administrador debe estar sobre el módulo de Herramientas 
Entradas: 
 
1. El administrador, se dirige a la opción de Herramientas. 
 
2. El administrador ingresa al módulo, primero genera el backup, y luego 




• El sistema le muestra un mensaje con un fondo por 3 segundos, “Se ha 
generado backup” 
 
















Caso de Prueba 
N° Caso de Prueba: 16 N° Historia de Usuario: 8 
Nombre de Caso de Prueba: Incorrecto uso de herramientas 
Descripción: 
 
Se realiza la verificación del incorrecto uso herramientas del sistema 
Condiciones de ejecución: 
 
El administrador debe estar logeados en el sistema correctamente. 
 
El administrador debe estar sobre el módulo de Herramientas 
Entradas: 
 
1. El administrador, se dirige a la opción de Herramientas. 
 










El sistema verifica la incorrecta generación del backup 
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ANEXO 4: Aspectos de normativas aplicadas 
 
 
Según normativa sobre el dominio N° 7 aplicamos el inventario 
de activos para mantener identificados y se deba elaborar y 
mantener un inventario de todos los activos importantes. Una 
organización debe identificar todos los activos y la 
documentación de importancia de ellos. 




















Figura 57: Normativa aplicada 1 
 
 
En el siguiente recuadro señalamos el filtro en búsqueda 
como parte de la dimensión búsqueda de equipos de TI por el 













El siguiente recuadro, es el registro del activo con toda la 






















Figura 59: Normativa aplicada 3 
 
La siguiente figura refiere sobre el dominio N° 10, mantener 
procedimientos operativos o como es bien conocido base de 






















La figura muestra que datos requiere cada procedimiento agregado 























Figura 61: Normativa aplicada 5 
 
 
En esta figura se muestra la gestión del servicio externo que son por 

















Figura 62: Normativa aplicada 6 
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En la figura se muestra todos los datos necesarios al momento de 























Figura 63: Normativa aplicada 7 
 
 
Sobre el dominio N°10 nos indica mantener una recuperación de 
información, que debe ser regularmente copias de seguridad de la 




















En la siguiente figura se realiza bajo los aspectos del dominio N° 11 
sobre control de accesos, estableciendo reglas de accesos y 


















Figura 65: Normativa aplicada 9  
 
 
En la figura se muestra todos los datos necesarios por persona que 

























En la siguiente figura hacemos énfasis sobre el dominio N° 13 
aplicando un distintivo por las incidencias relacionadas a la 
seguridad de la información, de esta manera regular las incidencias 
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