







subiecte  din  domeniul  cercetărilor  de  marketing,  în  general,  şi  cel  al 
cercetărilor în mediul online, în special. Interesul manifestat de practicieni 
pentru cercetările online este determinat de avantajele oferite şi de ponderea 





propusă  în  anul  2007;  recomandările  ESOMAR  privind  declaraţiile 
referitoare  la  politica  de  confidenţialitate,  în  cazul  cercetărilor  online; 
elementele specifice ale politicii de confidenţialitate dependente de metoda 
de eşantionare. Sunt subliniate drepturile respondenţilor în privinţa protecţiei 
datelor  personale  şi  obligaţiile  organizaţiilor  implicate  în  cercetările  de 
marketing  online,  de  a  asigura  confidenţialitatea  şi  siguranţa  prelucrării 
datelor  personale.  Structura  articolului  oferă  o  dublă  perspectivă  asupra 
temei abordate. Pe de o parte, prezintă reglementările cu caracter obligatoriu 






















În  conformitate  cu  ESOMAR  Global  Market  Research  Report,  realizat  cu 
sprijinul KPMG, cercetările de marketing online au generat 20% din cifra de afaceri 











de utilizare  a Internetului  la  nivel  mondial. Estimările pentru anul  2007 şi  perioada 




În  România,  gradul  de  penetrare  a  Internetului  la  nivelul  populaţiei  este  de 
33,1%. În septembrie 2007, în România existau şapte milioane de utilizatori de Internet 







luna  septembrie  2007,  pe  tema  calităţii  cercetărilor  online  şi  a  lipsei  de  standarde 









În  spiritul  acestei  directive,  sunt  definiţi  o  serie  de  termeni,  printre  care  se 
înscriu următorii: 






•  prelucrarea  datelor  personale.  Se  referă  la  orice  operaţiune  sau  set  de 
operaţiuni având ca obiect datele personale, fie că se desfăşoară sau nu prin 
mijloace  automate.  Astfel  de  operaţiuni  sunt  culegerea,  înregistrarea, 
organizarea, stocarea, adaptarea sau modificarea, recuperarea, consultarea, 
utilizarea, divulgarea prin transmitere, diseminarea sau alte modalităţi care 
fac  disponibile  datele,  alinierea,  combinarea,  blocarea,  ştergerea  sau 
distrugerea. 
•  sistemul  de  clasificare  a  datelor  personale.  Înseamnă  setul  de  date 
personale  care  sunt  accesibile  în  conformitate  cu  anumite  criterii,  fie 





















altfel  decât  prin  mijloace  automatizate,  a  datelor  personale  care  fac  parte  sau  se 
intenţionează să facă parte dintr­un sistem de clasificare. Directiva 95/46/EC stabileşte 
în capitolul al II­lea, regulile generale privind legalitatea prelucrării datelor personale. 



















f.  prelucrarea  este  necesară  pentru  îndeplinirea  intereselor  legitime  ale 
controlorului sau ale unei terţe părţi căruia/căreia îi sunt dezvăluite datele, cu 
excepţia  cazului  în  care,  în  raport  cu  astfel  de  interese,  devin  prioritare 




























personale. În capitolul  al II­lea, secţiunea a V­a, articolul  12, se  specifică  faptul că 
statele membre trebuie să garanteze fiecărui subiect, dreptul de a obţine de la controlor: 
a.  fără  constrângere  şi  la  intervale  rezonabile,  fără  întârzieri  sau  costuri 
excesive: 
­  confirmarea  dacă  sunt  prelucrate  date  referitoare  la  el  şi  informaţii 









respectă  prevederile  directivei,  în  special  datorită  naturii  incomplete  sau 
lipsei de acurateţe a datelor; 
c.  notificarea  părţilor  terţe  cărora  le­au  fost  divulgate  datele,  despre  orice 
rectificare, ştergere sau blocare realizată în conformitate cu (b), cu excepţia 
cazurilor  în  care  acest  lucru  se  dovedeşte  imposibil  sau  implică  un  efort 
disproporţionat. 
În articolul 14 din secţiunea a VII­a, directiva specifică dreptul subiecţilor ce 
furnizează  date  personale,  de  a  obiecta  în  privinţa  prelucrării  datelor  respective,  în 
scopuri de marketing direct. 
În privinţa confidenţialităţii prelucrării, directiva prevede în capitolul al II­lea, 






a.  Statele  membre  trebuie  să  prevadă  implementarea  de  către  controlor  a 
măsurilor  tehnice  şi  organizatorice  adecvate  pentru  protecţia  datelor 
personale  împotriva  distrugerii  accidentale  sau  nelegale  ori  a  pierderii 
accidentale,  modificării,  dezvăluirii  sau  accesării  neautorizate,  în  special 
dacă  prelucrarea  implică  transmiterea  de  date  printr­o  reţea,  şi  împotriva 
oricăror forme de prelucrare nelegală. 
b.  Statele membre trebuie să prevadă ca, acolo unde prelucrarea se realizează 
pe  seama  controlorului,  acesta  va  alege  un  procesator  ce oferă  suficiente 
garanţii în privinţa măsurilor de securitate tehnică şi organizatorice privind 
procesul  ce  va  fi  desfăşurat  şi  totodată  va  trebui  să  se  asigure  că  sunt 
respectate acele măsuri. 
c.  Prelucrarea datelor de un procesator trebuie  să  fie realizată pe  baza unui 
contract  sau  a  unui  alt  act  legal  între  procesator  şi  controlor,  care  să 




















De  la  revizuirea  codului  ICC/ESOMAR,  în  anul  1994,  sectorul  a  evoluat 
substanţial, ceea ce a impus necesitatea unei revizuiri. În luna decembrie 2006, membrii 
ESOMAR au fost invitaţi să prezinte până la finele lunii februarie 2007, propriul punct 






dintre  respondenţi  au  formulat  comentarii  şi  sugestii  specifice  (Amendments  to  the 
ICC/ESOMAR Code, 2007). 








cercetarea  de  piaţă  depinde  de  măsura  în  care  generează  încrederea  publicului,  în 
condiţiile în care se desfăşoară cu onestitate, în mod obiectiv şi fără intruziuni nedorite 
sau  fără  dezavantaje  faţă  de  participanţi.  Publicarea  codului  pune  astfel  accentul  pe 
responsabilitatea etică şi profesională a practicienilor din domeniul cercetării pieţei. 
Noua definiţie a cercetării pieţei, care este propusă în cea de­a patra versiune a 
Codului  ICC/ESOMAR,  se  referă  şi  la  protecţia  datelor  personale.  Astfel,  conform 
definiţiei  „cercetarea  de  piaţă  include  cercetările  sociale  şi  de  opinie,  constă  în 
culegerea  sistematică  şi  interpretarea  informaţiilor  despre  indivizi  şi  organizaţii, 
utilizând metode şi tehnici statistice şi analitice ale ştiinţelor sociale aplicate, pentru a 
înţelege  mai  bine  fenomenele  sau  a  susţine  procesul  decizional.  Identitatea 
respondenţilor  nu  va  fi  relevată  utilizatorului  informaţiilor,  fără  un  consimţământ 
explicit, şi nici o abordare de vânzări nu va fi realizată  ca rezultat direct al furnizării 






separată  de  activităţile  care  nu  au  caracter  de  cercetare,  cum  sunt  publicitatea, 
promovarea vânzărilor, marketingul direct, vânzarea directă etc.Revista de Marketing Online – Vol.1, Nr. 4 
20 











Recomandările  din  codul  ICC/ESOMAR  revizuit,  privind  protecţia  datelor  şi 
confidenţialitatea,  definesc  responsabilităţi  clare  pentru  cercetător.  În  esenţă,  codul 
prevede următoarele: 

















măsuri  de  securitate  adecvate,  pentru  a  evita  accesul  neautorizat, 
manipularea sau divulgarea datelor personale. Codul revizuit recomandă ca 
un  nivel  echivalent  de  securitate  să  fie  asigurat  şi  de  terţii  spre  care  se 
transferă datele. 





•  tranzacţiile  transfrontaliere.  Cerinţele  referitoare  la  responsabilităţile 
cercetătorilor  de  asigurare  a  securităţii  datelor  şi  respectare  a  principiilor 
privind  protecţia  datelor  se  aplică  şi  atunci  când  prelucrarea  datelor 
personale se realizează în altă ţară. 
Astfel,  varianta  revizuită  a  codului  ICC/ESOMAR  reglementează 







În  prezent,  membrii  ESOMAR  aplică  ghidul  ESOMAR  privind  realizarea 
cercetărilor de piaţă şi de opinie pe Internet. Printre prevederile acestui ghid se înscriu şi 
cele referitoare la păstrarea anonimităţii respondenţilor, politica de confidenţialitate şi 
securitatea  datelor.  În  esenţă,  ghidul  este  o  interpretare  şi  aplicare  în  domeniul 
Internetului, a Codului Internaţional ICC/ESOMAR referitor la practica cercetării de 
marketing şi sociale. 




















orice  declaraţie  de  acest  fel.  Aspectele  la  care  se  referă  elementele  standard  sunt 
următoarele: 
a.  organizaţia  realizatoare a cercetării. Această  informaţie poate fi oferită 






c.  confidenţialitatea.  Declaraţia  va  include,  ca  element  distinct,  garanţia 






d.  neinducerea  în  eroare.  Pentru  a  obţine  cooperarea  respondentului, 
organizaţia realizatoare a cercetării online are obligaţia de a nu­l înşela în 
privinţa naturii cercetării sau a utilizării rezultatelor. 
e.  cooperarea  voluntară.  Întotdeauna,  în  cercetările  online,  respondentul 
participă  de  bună  voie.  Nu  vor  fi  solicitate  informaţii  personale  de  la 
respondent şi despre acesta, fără cunoştinţa şi acordul acestuia. 












h.  cookies.  Organizatorul  cercetării  are  obligaţia  de  a  specifica  dacă  sunt 
utilizate  sau  nu  elementele  de  identificare  cunoscute  sub  denumirea 
„cookies”. În cazul în care cookies sau alte elemente similare sunt folosite, 
trebuie să se specifice motivele utilizării, respectiv faptul că se vor folosi 
limitat  şi  numai  pentru:  controlul  calităţii,  validare  şi  prevenirea  aplicării 
repetate  a  sondajului,  aceluiaşi  respondent.  Se  recomandă  ca,  în  cazul 
utilizării, să se insereze un anunţ pentru a­i reaminti respondentului că deţine 




i.  intervievarea  copiilor.  Este  necesar  ca  declaraţiile  referitoare  la 
confidenţialitate să se refere şi la modul în care vor fi intervievaţi copiii. 
Intervalul de  vârstă asociat termenului  „copil” diferă de  la o ţară  la alta. 
Astfel, organizaţiile membre ESOMAR ce realizează cercetări online se vor 
conforma prevederilor COPPA (Children's Online Privacy Protection Act), 
din  anul  1998  şi  vor  căuta  să  obţină  permisiunea  verificabilă,  din  partea 
părintelui sau a tutorelui legal, înainte de începerea interviului. 
j.  contactarea  organizaţiei  realizatoare  a  cercetării.  Se  va  furniza 





protecţie  împotriva  pierderii,  utilizării  necorespunzătoare  şi  modificării 









Aspectele  prezentate  la  punctele  (a)­(m)  trebuie  să  se  regăsească  în  textul 
oricărei declaraţii referitoare la politica de confidenţialitate a organizaţiei realizatoare a 




În  viziunea  ESOMAR,  există  trei  variante  de  politici  de  confidenţialitate,  în 

















•  sistemul  de  identificare  prin  parolă  –  în  cazul  utilizării  unui  astfel  de 
sistem,  explicarea  modului  în  care  funcţionează  sistemul  şi  protecţia 
asigurată; 
•  politicile referitoare la opţiunea de a participa sau nu la comunicarea 
altor informaţii  decât  cele  privind  sondajul  (de  exemplu,  cele  despre 
mentenanţa  panelului  şi  schemele  de  recompensare)  –  clarificarea 
tipurilor de informaţii care vor fi transmise şi a comunicaţiilor potenţiale cu 
terţi; 



















•  oprirea  şi  începerea  procesului  de  intervievare  –  în  cazul  în  care  este 
posibil  acest  fapt,  explicaţi  modul  în  care  se  realizează  şi  precizaţi 






•  sistemul  de  identificare  prin  parolă  –  similar  variantelor  anterioare  de 
sondaj,  explicarea  modului  în  care  funcţionează  sistemul  şi  protecţia 
asigurată; 
•  oprirea  şi  începerea  procesului  de  intervievare  –  în  cazul  în  care  este 
posibil acest fapt, se va explica modul în care se realizează şi se vor preciza 
informaţiile  care  sunt  stocate  pentru  a  face  posibilă  oprirea  şi  începerea 
procesului; 






nivel  înalt  de  calitate  a  datelor,  precum  şi  implementarea  politicilor  de  protecţie  a 































Africa  933.448.292  14,2  43.995.700  4,7  3,5  874,6 
Asia  3.712.527.624  56,5  459.476.825  12,4  36,9  302,0 
Europa  809.624.686  12,3  337.878.613  41,7  27,2  221,5 
Orientul Mijlociu  193.452.727  2,9  33.510.500  17,3  2,7  920,2 
America de Nord  334.538.018  5,1  234.788.864  70,2  18,9  117,2 
America Latină / Caraibe  556.606.627  8,5  115.759.709  20,8  9,3  540,7 
Oceania / Australia  34.468.443  0,5  19.039.390  55,2  1,5  149,9 
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