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Tarkastelen työssäni omadata-mallia, jolla tarkoitetaan rekistereihin hajanaisesti talletettujen henkilötietojen käsittelyn järjestämistä 
yksilökeskeiseen muotoon. Omadata-ajattelussa yksilö asetetaan oman datansa hallinnoinnin keskipisteeseen siten, että yksilöllä 
on oikeus hyödyntää itseään koskevaa dataa sekä mahdollisuus hallita datan keräämistä, jalostamista, edelleen jakamista ja 
hyödyntämistä. 
 
Tutkielman ensimmäisessä osassa pyrin selvittämään, mitä vakiintumattomalla omadatan käsitteellä tarkoitetaan. Tarkastelen 
omadataa sekä mallina että tiedollisena käsitteenä. Omadata-mallia käsitellään Yhdistyneen kuningaskunnan mydata -malliin sekä 
Euroopan Unionin valmisteilla olevan yleisen tietosuoja-asetuksen 18 artiklaan perustuen. Omadatan tiedollista käsitettä 
koskevassa osiossa pyritään selvittämään, mitä omadatalla tarkoitetaan datalähtöisestä näkökulmasta: eroaako omadatan käsite 
henkilötietolainsäädännön omaksumasta henkilötiedon käsitteestä? Tutkielman toisessa osassa selvitetään yksilön 
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asianosaisjulkisuutta sekä oikeutta saada tieto itseään koskevasta asiakirjasta. 
 
Työn metodina on ongelmakeskeisen ja normikeskeisen lainopin muodostama lainopillinen metodi. Ongelmakeskeistä lainoppia 
hyödynnetään etenkin tutkielman ensimmäisessä osassa omadatan käsitettä määritellessä. Tutkielman toinen osa puolestaan 
keskittyy perinteisempään normikeskeiseen lainoppiin pyrkien selvittämään henkilön tiedonsaantioikeuksia koskevaa 
normikokonaisuutta. 
 
Yhdistyneen kuningaskunnan mydata -malli sekä valmisteilla olevan Euroopan Unionin yleisen tietosuoja-asetuksen 18 artiklan 
mukainen data portability -oikeus sisältävät piirteitä yksilön tiedonsaantioikeuksien lisäämiseksi: Mydata -malli keskittyy takaamaan 
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voimaan tullessaan yksilölle kattavamman oikeuden saada haltuunsa rekisterinpitäjälle antamaansa dataa sekä oikeuden siirtää 
tietoja myös toiselle rekisterinpitäjälle. Omadatan tiedollinen käsite liittyy vahvasti henkilötietolain määrittelemään henkilötiedon 
käsitteeseen, sillä henkilötietolain mukaisia tiedonsaantioikeuksia sovelletaan vain tietoihin, jotka täyttävät henkilötiedon käsitteen. 
 
Yksilö voi saada tietoa omista henkilötiedoistaan pääsääntöisesti henkilötietolain mukaista tarkastusoikeuttaan käyttämällä. Mikäli 
rekisterinpitäjänä toimii viranomainen, jonka rekistereihin sovelletaan julkisuuslakia, yksilö voi saada tietoa itseään koskevista 
asiakirjoista julkisuuslain 12 §:n perusteella. Tiedonsaannin ulottuvuus, tietopyynnön sisältö sekä luovutettavien tietojen sisältö ja 
muoto vaihtelevat sovellettavasta laista riippuen. 
 
Tutkielman lopussa esittelen tutkielman johtopäätökset kysymyksenasettelua seuraten. Tarkastellut omadatan sääntelymallit 
rajaavat yksilölle luovutettavan datan ulottuvuutta merkittävästi eivätkä siten takaa yksilölle mahdollisuutta saada haltuunsa 
kaikkea hänestä tallennettua rekisteritietoa. Omadata mallina saattaa kuitenkin tukea yksilöä lain mukaisten 
tiedonsaantioikeuksien toteuttamisessa. Näiden oikeuksien toteutumisen osalta on puolestaan olennaista, että myös omadatana 
luovutettava tieto kuuluu HeTiL:n henkilötiedon määritelmän piiriin. Toisaalta myös henkilötiedon määritelmää voidaan kritisoida 
sen joustamattomuudesta silloin, kun yksilöä koskeva tieto on esimerkiksi anonymisoitu. Tiedonsaantioikeuden ulottuvuus on 
HeTiL 26–28 §:ssä pistemäinen: tarkastusoikeuden kohteena olevat tiedot harvoin muodostavat henkilölle kokonaiskuvan häntä 
koskevien henkilötietojen käytöstä. Pistemäisyys koskee myös JulkisuusL:n oikeutta saada tieto itseään koskevasta asiakirjasta: 
koska JulkisuusL mukaisissa asiakirjoissa henkilöstä kertovat tiedot voivat olla osa viranomaisen käsiteltävää asiaa, ei henkilöllä 
ole ilman asianosaisasemaa mahdollisuutta saada tietoa siitä kokonaisuudesta, jossa hänen tietojaan on käsitelty. Sekä HeTiL:n 
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1  Johdanto 
 
” No doubt Hollywood’s image of counter-terrorist units — where one person sitting 
behind a terminal instantly tracks the life of another — is wrong. But it need not be terribly 
wrong for much longer.  It may not be easy to imagine systems that follow an individual 
wherever he goes, but it is easy to imagine technologies that gather an extraordinary 
amount of data about everything we do and make those data accessible to those with the 
proper authorization. The intrusiveness would be slight, and the payoff could be great.” 
 – Lawrence Lessig, 20061 
 
Internet ja sen mahdollistamat tiedonvälityksen mallit ovat levinneet kaikille elämämme 
osa-alueille ja mullistaneet tavan, joilla käsittelemme tietoa. Internet ei enää 2010-luvulla 
ole uutinen, vaan arkipäivää: vuonna 2014 86 prosenttia 16–89-vuotiaista suomalaisista 
käytti internetiä. Myös esimerkiksi verkkokauppaa käyttävien suomalaisten osuus on 
kasvanut voimakkaasti: vuonna 2014 48 prosenttia suomalaisista oli ostanut tai tilannut 
hyödykkeitä verkkokaupasta. Lisäksi sosiaalisen median, pilvipalveluiden ja 
pikaviestipalveluiden käyttö on lisääntynyt.2  
 
Jokaisen suomalaisen luonnollisen henkilön tietoja on tallennettu lukuisiin rekistereihin. 
Esimerkkinä tyypillisestä henkilörekisteristä voidaan mainita viranomaisten3 ylläpitämät 
rekisterit, jotka sisältävät yhteiskunnallista perusinformaatiota. 4  Väestötietojärjestelmä 
kuuluu yhteiskunnan laajimpiin perusrekistereihin5, joka sisältää tietoja muun muassa 
henkilöistä, kiinteistöistä, rakennuksista ja huoneistoista sekä hallinnollisista ja muista 
vastaavista aluejaoista.6 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
1 Lessig 2006, s. 22–23 
2 Tilastokeskus: Väestön tieto- ja viestintätekniikan käyttö 2014, s. 6–21  
3 Viranomaisella tarkoitetaan JulkisuusL 4 § mukaan muun muassa valtion hallintoviranomaisia 
sekä muita valtion virastoja ja laitoksia, tuomioistuimia ja muita lainkäyttöelimiä, valtion 
liikelaitoksia, kunnallisia viranomaisia sekä monia muita itsenäisiä julkisoikeudellisia laitoksia. 
Tutkielmassa viranomaisista puhuttaessa tarkoitetaan JulkisuusL 4 §:n määrittelemiä viranomaisia. 
4 Yhteiskunnan perusrekistereistä ks. esim. Korhonen 2003, s. 224–230 
5 Korhonen 2003, s. 231 
6 Ks. VTL 3.1 § 
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Julkista valtaa käyttävien viranomaisten rekisterien ohella henkilötietoja tallennetaan 
lukuisten yksityisten tahojen rekistereihin, jotka voivat palvella esimerkiksi 
päivittäistavarakaupan, rahoituslaitoksen, yksityisen lääkäriaseman, sosiaalisen median 
sivuston sekä mobiili- tai internet-sovelluksen tarjoajan tarpeita. Yksilöstä kertyvien, eri 
rekisterien sisältämien henkilötietojen määrä voi jo muutaman lompakkoon kertyneen 
kanta-asiakaskortin myötä kasvaa huomattavaksi. Rekisteritietoa kertyy myös 
huomaamattomammin tavoin palveluntarjoajien tallentaessa esimerkiksi käyttäjiensä 
hakusanoja tai sijaintitietoja.7  
 
Yksilöt eivät ole pelkästään passiivisia tietojen keräämisen kohteita, vaan enenevissä 
määrin aktiivisia tiedon tuottajia: on arvioitu, että kaikesta digitaalisesta tiedosta yli 70 
prosenttia on yksilöiden tuottamaa tietoa.8 Esimerkiksi niin sanotun terveysdatan määrä on 
kasvanut erilaisten itsensä mittaamiseen erikoistuneiden sovellusten kehittymisen myötä.9 
Useiden sovellusten ja palveluiden käytön edellytyksenä on, että yksilö jakaa itseään 
koskevaa tietoa – ja kun tietoa on kerran jaettu verkossa, sitä ei voi teknisin keinoin 
perua.10 Tietojenkeruun luonne on siten muuttunut laaja-alaisemmaksi ja tarkemmaksi. 
Myös erilaiset tunnistamista helpottavat käytännöt ovat kehittyneet, mikä on puolestaan 
laajentanut yksilöihin kohdistuvaa seurantaa.11 
 
Ubiikkiyhteiskunnalla tarkoitetaan yhteiskuntaa, jossa tietojenkäsittelyjärjestelmät ovat 
hajautettuja ja hyödyntävät tietoa laajasti yhteiskunnan eri osa-alueilta. Ubiikkiteknologia 
perustuu langattoman teknologian, kasvaneen muistikapasiteetin ja hienostuneiden 
tietojenkäsittelymenetelmien hyödyntämiseen – teknologian avulla tietoa voidaan kerätä 
esimerkiksi esineiden tai pintojen sensoreiden sekä antureiden avulla. Ubiikkiin 
tietoympäristöön liittyy myös tiedon kerääminen tilanne- ja tapahtumakohtaisesti, minkä 
jälkeen tietoa voidaan yhdistellä muuhun kerättyyn tietoon. Yksittäinen käyttäjä voi hyötyä 
ubiikkiympäristössä kerätystä tiedosta esimerkiksi suosittelu- tai sijaintipalveluiden 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
7 Esimerkiksi Google kerää käyttäjistään muun muassa hakusanoja, ip-osoitteita sekä evästetietoja. 
Ks. Googlen tietosuojakäytäntö 19.12.2014, s. 1–2 
8 Ks. CSC: Bid data just beginning to explode -infografiikka 
9 World economic forum 2013, s. 8 
10 Murray-Rust, Van Kleek, Dragan, Shadbolt 2014, s. 77–78 
11 Karhula 2008, s. 24 
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muodossa, kun taas yritys voi hyödyntää tietoa muun muassa asiakaskäyttäytymisen 
seurannassa.12 
 
Yhteiskunnan kehitystä ubiikiksi on viime vuosina hahmotettu erityisesti kahden ilmiön 
kautta, joista puhutaan kansainvälisessä keskustelussa nimillä Internet of Things ja Big 
Data. Internet of Things, suomeksi esineiden internet, viittaa internetiin kytkeytyneiden 
laitteiden räjähdysmäiseen kasvuun; vuonna 2010 internetiin kytkeytyneitä laitteita oli 12,5 
miljardia väkiluvun ollessa 6,8 miljardia13, ja vuoteen 2020 mennessä laitteiden määrän 
ennustetaan nousevan jopa yli 40 miljardiin.14  Big Datalla, suomennettuna massadatalla15, 
puolestaan viitataan muutokseen tietojenkäsittelyssä: uudenlaisten datan matemaattisten 
käsittelymallien tarkoituksena on löytää todennäköisyyksiä valtavista määristä dataa.16 
Massadatan aikana data ei ole enää arvokasta pelkästään sen alkuperäisen 
käyttötarkoituksen vuoksi, vaan datan arvo on sen potentiaalisissa uusissa 
käyttötarkoituksissa. Muutos vaikuttaa sekä tapaan arvottaa tietoa että siihen, kenelle 
halutaan antaa pääsy tietoon. Massadata pakottaa yritykset muovaamaan 
liiketoimintamallejaan ja muuttaa sitä, miten yrityksen käyttävät hallussaan olevaa dataa.17 
Sekä esineiden internet että massadata ovat kytköksissä yksilöön yhdistettävissä olevien 
tietojen lisääntymiseen sekä niiden hyödyntämiseen niin liiketoiminnassa kuin 
yksityishenkilöiden arjessa. 
 
Verkon välityksellä liikkuvan datan määrän valtava kasvu sekä datan keräämisen ja 
siirtämisen helpottuminen ovat kiistatta mullistaneet tapamme käsitellä informaatiota. 
Kehitys ei kuitenkaan ole tapahtunut täysin ongelmitta, varsinkaan yksilön näkökulmasta. 
Lace on puhunut kuluttajia koskevasta glass consumer -ilmiöstä: yksilön jokapäiväistä 
elämää seurataan niin monin, usein tiedostamattomin tavoin, että olemme muuttuneet 
seuraajiemme silmissä läpinäkyviksi.18 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
12 Karhula 2008, s. 11–12 
13 Cisco 2011, s. 2–3 
14 Ks. ABIresearch 
15 ks. kotimaisten kielten keskuksen suosittelemat suomennokset 
http://www.kotus.fi/sanakirjat/kielitoimiston_sanakirja/uudet_sanat/vuoden_sanapoiminnot/2013  
16 Mayer-Schönberger, Cukier 2014, s. 12 
17 Mayer-Schönberger, Cukier 2014, s. 99–100 
18 Lace 2005, s. 1 
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Yksilöä koskevien tietojen käsittelyn muutokset ovat myös olleet omiaan herättämään 
epäluottamusta rekisterinpitäjiä kohtaan: saksalaisen internetin luottamusta ja tietoturvaa 
edistävän järjestön DIVSI:n tutkimuksen mukaan jopa 80 prosenttia internetin käyttäjistä 
suhtautuu kielteisesti käyttäjistä kerätyn tiedon taloudelliseen hyödyntämiseen: yleisimmin 
syynä on pelko omien tietojen väärinkäytöksistä sekä puutteellinen tietoisuus tietojen 
käyttötarkoituksesta ja luovutuskohteista. 19  
 
Yksilön sekä tietoja keräävän, tallentavan tai muuten käsittelevän tahon välille muodostuu 
useimmissa tilanteissa selvä epäsuhta: yksilöiden mahdollisuutta hallinnoida itseään 
koskevia tietoja on usein rajoitettu riippumatta siitä, onko hän itse antanut tai tuottanut 
itseään koskevan tiedon. Usein yksilölle on myös epäselvää, miten ja millaisissa tilanteissa 
hänestä kerätään tietoa ja mihin tarkoitukseen tietoa käytetään.20  Yksilön ja tietojen 
käsittelijän välillä vallitsevaa tiedollista asymmetriaa lisää käyttäjää koskevien tietojen 
hajaantuminen lukuisiin erillisiin rekistereihin, jolloin itseä koskevia tietoja on vaikeaa 
hallita tehokkaasti. Tiedollisella asymmetrialla tarkoitetaan tietojen käsittelyn tehokkuuden 
ja toisaalta tietosuojalainsäädännön tuottamien tiedonsaantioikeuksien kokonaisuutta: 
ilman tietosuojalainsäädäntöä henkilön mahdollisuudet saada tietoa itsestään käsiteltävistä 
tiedoista, tietojen käsittelijästä, käsittelyn tarkoituksesta sekä tietojen yhdistelemisestä ovat 
vähäiset.21 Kokonaiskuvan kadottaminen on omiaan herättämään huolta yksityisyyden 
suojan vaarantumisesta.22 
1.1  Tutkimusaihe ja tutkimustehtävän asettaminen 
 
Tämän tutkielman aiheena on omadata-malli23, jolla laajassa merkityksessä tarkoitetaan 
erilaisiin rekistereihin hajanaisesti tallennettujen henkilötietojen käsittelyn järjestämistä 
yksilökeskeiseen muotoon. Omadata-mallissa yksilö asetetaan oman datansa hallinnoinnin 
keskipisteeseen siten, että yksilöllä on oikeus hyödyntää itseään koskevaa dataa sekä 
mahdollisuus hallita datan keräämistä, jalostamista, edelleen jakamista ja hyödyntämistä.  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
19 DIVSI Studie: Daten – Ware und Währung 2014, s. 12 
20 Karhula 2008, s. 47 
21 Hildebrand 2008, s. 308 
22 LVM 2/2014, s. 5 
23 Eng. My Data, midata. Kotimaisten kielten keskus on ehdottanut My Datan suomennokseksi 
omadata-termiä (Ks. LVM 1/2014, liite 3). Tutkielmassa käytetään omadata-termiä, sillä 
englanninkieliset termit kytkeytyvät toistaiseksi vahvasti ainoastaan Yhdistyneen kuningaskunnan 
midata-ohjelmaan (ks. jakso 2.1). Käsittelen tutkielmassa omadataa sekä kotimaisessa kontekstissa 
että Euroopan Unionin terminologiaa hyödyntäen, minkä vuoksi midata ja mydata -termeistä 
erottautuminen on selkeyden kannalta tarpeen. 
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Omadata-ajattelua voidaan soveltaa sekä yksityisiin että julkisiin organisaatioihin. Sillä 
pyritään vähentämään yksilöä koskevan datan laajamittaiseen käsittelyyn liittyviä 
yksityisyyden suojan ongelmia sekä parantamaan yksilön tietoisuutta itseä koskevan datan 
käytöstä: omadatan olennainen osa on vaatimus datan helposta siirrettävyydestä ja 
yhdisteltävyydestä rekistereiden välillä. 24  Datan uudelleen käyttämisen, siirtämisen ja 
yhdistelemisen lisäksi omadataan liittyy vaatimus datan luovuttamisesta yksilölle 
suhteellisen reaaliaikaisesti yleisesti käytetyssä, avoimessa ja koneluettavassa muodossa.25 
 
Omadata-ajattelun voi hahmottaa osaksi massadataa ja toisaalta sen vastareaktioksi: kun 
massadata keskittyy vastaamaan yritysmaailman ja valtionhallinnon tarpeisiin, on 
omadatan lähestymistapa datan käsittelyyn ja hyödyntämiseen yksilökeskeinen. 26 
Alkuperältään omadata kytkeytyy vahvasti palvelun tai hyödykkeen tarjoajan ja kuluttajan 
väliseen suhteeseen 27 , mutta se voidaan käsittää myös laajemmin kotimaisen 
lainsäädännön terminologiaa käyttäen rekisterinpitäjän ja rekisteröidyn välistä suhdetta 
käsitteleväksi malliksi.28 
1.2  Kysymyksenasettelu ja rajaus 
 
Tutkielmani aihe on syntynyt uteliaisuudesta vakiintumatonta ja laaja-alaista omadata-
ajattelua kohtaan. Aiheesta ei toistaiseksi ole tehty kattavaa oikeustieteellistä tutkimusta. 
Oikeustieteellinen näkökulma ei luonnollisesti riitä aihealueen kartoittamiseksi, vaan 
omadataa voidaan lähestyä myös esimerkiksi puhtaasti teknisestä tai kaupallisesta 
näkökulmasta. Aiheesta tehdyn toistaiseksi melko vähäisen tutkimuksen vuoksi omadata-
termin ja siihen kuuluvien ilmiöiden täsmällinen kartoittaminen tämän tutkielman 
puitteissa on mahdoton tehtävä. Tästä syystä tarkastelen tutkielmassa vain muutamaa 
omadatan kannalta olennaista piirrettä. Tutkielma jakautuu kahteen osaan ja tarkastelee 
omadataa kahdesta toisiaan täydentävästä näkökulmasta. 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
24 LVM 2/2014, s. 9–10 
25 LVM 2/2014, s. 15 
26 LVM 2/2014, s. 43	  
27 Ks. My Datan alkuperästä tarkemmin jakso 2.1.1 
28 Rekisterinpitäjällä tarkoitetaan HeTiL 3 § 4 kohdan mukaisesti yhtä tai useampaa henkilöä, 
yhteisöä, laitosta tai säätiötä, jonka käyttöä varten henkilörekisteri perustetaan ja jolla on oikeus 
määrätä henkilörekisterin käytöstä tai jonka tehtäväksi rekisterinpito on lailla säädetty. 
Rekisteröidyllä tarkoitetaan HeTiL 3 § 5 kohdan mukaisesti henkilöä, jota henkilötieto koskee. 
Käytän tutkielmassa käsitteitä rekisterinpitäjä ja rekisteröity tässä merkityksessä. 
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Omadatasta tehtävän tutkimuksen eräänä haasteena on ilmiön uutuus: omadata on 
käsitteenä ilmaantunut keskusteluun vasta 2010-luvulla, minkä vuoksi se ei toistaiseksi ole 
käsitteenä vakiintunut. Omadatan merkityssisältö ei ole kiistaton. Omadatasta tehtävän 
tutkimuksen kannalta varsin olennainen kysymys onkin, mitä omadatalla tarkoitetaan. 
Tässä tutkielmassa omadataa tarkastellaan erikseen datan käsittelymalliin viittaavana 
konseptina (omadata-malli) sekä osajoukkona henkilöä koskevasta datasta (omadatan 
tietolähtöinen määritelmä).29  
 
Tutkielman ensimmäisessä osassa omadata-mallia tarkastellaan Yhdistyneen 
kuningaskunnan mydata -ohjelman ja Euroopan Unionin valmisteilla olevan yleisen 
tietosuoja-asetuksen 18 artiklan mukaisen data portability -oikeuden avulla. Tarkoituksena 
on selvittää, millaisia lainsäädännöllisiä ja periaatteellisia tekijöitä omadata-mallin piiriin 
on hahmotettu kuuluvan, ja millaisia piirteitä siihen voisi sisältyä Euroopan Unionissa 
yleisen tietosuoja-asetuksen tultua voimaan.  
 
Omadatan tiedollista määritelmää tarkastellaan vertaamalla sitä lainsäädännössä 
omaksuttuun henkilötiedon määritelmään: tarkoituksena on hahmottaa, eroavatko 
omadataan liittyvässä keskustelussa esitetyt omadatan määritelmät henkilötiedon 
legaalimääritelmästä niin olennaisella tavalla, että valitulla määritelmällä olisi vaikutusta 
henkilötietolainsäädännön mukaisten tiedonsaantioikeuksien soveltumiseen. Painopiste on 
siten niissä henkilötiedon käsitteen määritelmällisissä piirteissä, jotka ovat merkityksellisiä 
henkilötietolainsäädännön soveltumisen tai soveltumatta jättämisen kannalta. 
Tutkimuskysymyksen puitteissa tarkastelen kotimaisen henkilötietolainsäädännön 
yleislain, henkilötietolain (523/1999, HeTiL) henkilötiedon määritelmää: HeTiL 3 § 1 
kohdan mukaan henkilötiedolla tarkoitetaan kaikenlaisia luonnollista henkilöä taikka 
hänen ominaisuuksiaan tai elinolosuhteitaan kuvaavia merkintöjä, jotka voidaan tunnistaa 
häntä tai hänen perhettään tai hänen kanssaan yhteisessä taloudessa eläviä koskeviksi. 
Henkilötiedon määritelmä pohjautuu HeTiL:n edeltäjään, henkilörekisterilakiin 
(HenkRekL, 471/1987). HeTiL:n määritelmä vastaa yksilöiden suojelusta henkilötietojen 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
29 Tutkimuksessa käytetyt määritelmät omadata-mallista ja omadatan tietolähtöisestä määritelmästä 
eivät ole vakiintuneita käsitteitä omadatasta käydyssä keskustelussa, vaan pohjautuvat 
havainnoilleni omadataan liittyvistä julkaisuista. Omadataa ei voi tyhjentävästi tai pysyvästi 
määritellä kumpaankaan käsitteeseen, vaan tarkoituksena on hahmottaa omadata-keskustelun 
erilaisia suuntia. 
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käsittelyssä ja näiden tietojen vapaasta liikkuvuudesta annetun Euroopan parlamentin ja 
neuvoston direktiivin30 (tietosuojadirektiivin) henkilötiedon määritelmää: henkilötiedon 
käsitteen tulkitseminen Euroopan Unionin lainsäädännön kontekstissa saa tutkielmassa 
oman osionsa. 
 
Omadata-mallin olennaisimpana piirteenä voidaan pitää yksilön oikeutta saada haltuun ja 
hyödyntää omia henkilötietojaan. Tutkielman toisessa osassa tarkastellaan, miten HeTiL:n 
tarkastusoikeutta koskevat säännökset (26–28 §) toteuttavat vaatimusta yksilön 
mahdollisimman esteettömästä pääsystä itseään koskeviin tietoihin. Tarkoituksena on 
selvittää, mikä on rekisteröidyn tarkastusoikeuden ulottuvuus; miten tarkastuspyyntö 
toteutetaan; sekä miten ja missä muodossa tiedot voidaan luovuttaa rekisteröidylle. 
Tutkimuskysymyksen tavoitteena on tarkastella yksilön teoreettista mahdollisuutta saada 
itseään koskevia tietoja nähtäväkseen ja käytettäväkseen: henkilötietojen tosiasiallisten 
hyödyntämismahdollisuuksien arviointi esimerkiksi tekijän- tai sopimusoikeudellisesta 
näkökulmasta on erillinen aihepiiri, jota ei tässä tilaltaan rajatussa tutkielmassa käsitellä.  
 
Vertailukohtia HeTiL:n säännöksille haetaan viranomaisten toiminnan julkisuudesta 
annetusta laista (JulkisuusL, 621/1999), joka on henkilötietolainsäädännön alalla 
viranomaisten osalta merkittävin erityislaki. Koska tutkielman painopiste on HeTiL:n 
käsittelyssä, ei JulkisuusL:a kuitenkaan käsitellä kattavasti. JulkisuusL:n perusteella 
salassapidettävien tietojen luovuttaminen rajataan tutkielman ulkopuolelle. 
 
Omadata-ajatteluun ei liity suoraa vaatimusta tiedon omistajuudesta, vaan se korostaa 
tiedon tehokasta ja tosiasiallista hallintaa.31 Arkikielessä tiedon hallintaa ja omistajuutta on 
kuitenkin joskus vaikeaa erottaa toisistaan: vaatimus siitä, että ihmisen tulisi omistaa omat 
tietonsa, ei ole harvinainen. Kun puhutaan omistusoikeudesta esineoikeudellisessa 
kontekstissa, voidaan useimmiten selvästi todeta, kuka esineen omistaa. Omistusoikeuteen 
liittyy myös omistajan laaja yksinoikeus disponoida omaisuudestaan. Kun 
omistusoikeuden kohteeksi muuttuu esineen sijasta tieto, tilanne muuttuu ongelmalliseksi. 
Tietoon ei kohdistu yksinoikeuksia. Mahdollisuudet rajata tietoon kohdistuvia oikeuksia 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
30 Euroopan parlamentin ja neuvoston direktiivi 95/46/EY yksilöiden suojelusta henkilötietojen 
käsittelyssä ja näiden tietojen vapaasta liikkuvuudesta	  
31 LVM 2/2014, s. 20 
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toteutuvat esimerkiksi TekijänoikeusL 49 §:n mukaisen luettelo- tai tietokantasuojan tai 
SopMenL 4 §:n mukaisen liikesalaisuuden suojan perusteella.32  
 
Tutkielman lähtökohtana on, ettei omadata-mallin yhteydessä käsitellä tiedon 
omistajuuteen liittyvää problematiikkaa. Valittu lähestymistapa painottaa yksilön 
mahdollisuutta saada itseään koskevia tietoja hallintaansa ja uudelleen käytettäväksi. 
Hallinnan ei tästä näkökulmasta tarvitse välttämättä olla yksinoikeudellista ollakseen 
yksilön tarpeiden kannalta tehokasta. Toisaalta lähtökohtana on, ettei yksilön oikeus 
tietoon ole riippuvainen tiedon taloudellisesta arvosta. Tiedolla voi olla paitsi taloudellista, 
myös tutkimuksellista, historiallista sekä tilastollista arvoa. Tiedon arvokkuus voi myös 
liittyä henkilön oikeusturvan tai yksityiselämän suojaamiseen.33 
1.3  Metodi 
 
Tutkielman metodisena perustana on lainopillinen metodi, jonka on vakiintunesti katsottu 
tutkivan voimassa olevaa oikeutta.34 
 
Kangas on jakanut lainopin ongelmakeskeiseen ja normikeskeiseen lainoppiin: 
ongelmakeskeinen lainoppi pyrkii muodostamaan kokonaiskuvan oikeudellisesta 
ongelmasta, kun taas normikeskeinen lainoppi keskittyy tulkitsemaan tiettyä normia tai 
normikokonaisuutta. Kangas on todennut, ettei perinteinen oikeusdogmaattinen tutkimus 
ole sellaisenaan riittävä keino muodostaa kokonaisnäkemystä yhteiskunnan tasapainoiseksi 
kehittämiseksi.35 
 
Ongelmakeskeinen lainoppi edellyttää oikeudellisen ongelman määrittelyä. Oikeudelliset 
ongelmat voidaan jakaa kolmeen kategoriaan, joista ensimmäisessä ongelman perustana on 
tietty pätevien oikeusnormien muodostama kokonaisuus. Toisen kategorian muodostavat 
yhteiskunnalliset ongelmat, jotka ovat lähes poikkeuksetta myös oikeudellisia. 
Kolmannessa kategoriassa ovat ongelmat, joiden avulla punnitaan lainsäätäjän keinoja 
puuttua yhteiskunnallisiin epäkohtiin. Ongelmien kolme tasoa yhdistyvät toisiinsa, jolloin 
ongelmakeskeisen lainopin avulla voidaan ottaa huomioon esimerkiksi yhteiskunnallinen 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
32 Pitkänen, Tiilikka, Warma 2010, s. 10–12 
33 Voutilainen, Huttunen 2015, s. 71–72 
34 Hirvonen 2011, s. 21–22 
35 Kangas 1982, s. 383–387 
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näkökulma “oikeusjärjestyksen sisäisen näkökulman” ohella. 36 Timonen on kritisoinut 
Kankaan näkemystä normi- ja ongelmakeskeisen lainopin eroista kärjistetyksi, sillä 
syvällinen oikeustieteellinen tutkimus sisältää sekä normi- että ongelmakeskeisiä 
piirteitä. 37  Myös Aarnio näkee normi- ja ongelmakeskeisen lainopin lähinnä 
näkökulmaeroina samaa perusongelmaa eli lakitekstin merkitystä selvitettäessä.38 
 
Ongelmakeskeisen lainopin oikeusjärjestyksen yhtenäisyyttä korostava näkökulma on 
monilta osin yhtenäinen oikeusinformatiikan tavoitteessa hahmottaa laajoja oikeudellisia ja 
yhteiskunnallisia kokonaisuuksia, joskaan siitä ei voida puhua itsenäisenä metodina vailla 
normikeskeisen lainopin tukea. Myöskään tämän tutkielman yhteydessä ei ole syytä tehdä 
valintaa vain normi- tai ongelmakeskeisestä lähestymistavasta tutkimusaiheeseen, vaan 
pidän tutkielmalle luontevana lähtökohtana sekä normi- että ongelmakeskeisen lainopin 
muodostamaa kokonaisuutta. Ongelmakeskeistä lainoppia hyödynnetään etenkin 
tutkielman ensimmäisessä osassa omadatan käsitettä määritellessä. Tutkielman toinen osa 
puolestaan keskittyy perinteisempään normikeskeiseen lainoppiin pyrkien selvittämään 
henkilön tiedonsaantioikeuksia koskevaa normikokonaisuutta. 
1.4  Lähteet 
 
Tutkielmaa kirjoittaessani olen hyödyntänyt ensinnäkin kotimaista lainsäädäntöä 
esitöineen: koska tutkielmassa käsitellään ensisijaisesti HeTiL:a sekä JulkisuusL:a, ovat 
nämä lait esitöineen pääosassa. HeTiL:n tulkinnassa on hyödynnetty HenkRekL:n esitöitä, 
sillä HeTiL:n esityöt viittaavat usein HenkRekL:n esitöihin ja näin luovat pohjan myös 
HeTiL:n tulkinnalle.   
 
Etenkin HeTiL:n tarkastusoikeutta käsittelevässä jaksossa annetaan painoarvoa 
tietosuojavaltuutetun kannanotoille ja päätöksille. Tietosuojavaltuutetun antamat 
kannanotot eivät ole sitovia silloin, kun ne koskevat henkilötietojen käsittelyyn liittyvää 
ohjausta ja neuvontaa. Tietosuojavaltuutetun määräykset tarkastusoikeuden toteuttamisesta 
tai tiedon korjaamisesta ovat rekisterinpitäjää sitovia päätöksiä, joihin voi hakea muutosta 
valittamalla hallinto-oikeuteen. 39  Näin ollen etenkin tietosuojavaltuutetun päätöksiä 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
36 Kangas 1982, s. 383–387 
37 Timonen 1998, s. 14–15 
38 Aarnio 1982, s. 61–63	  
39 Tietosuojavaltuutetun toimisto 27.7.2010(a), s. 3–4 
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voidaan hyödyntää HeTiL:n mukaisen tarkastusoikeuden tulkinnassa. Euroopan unionin 
tasolla hyödynnetään myös Euroopan unionin tietosuojatyöryhmän kannanottoja etenkin 
henkilötiedon määritelmää selvittäessä. Tietosuojatyöryhmä on neuvoa-antava, itsenäinen 
elin, jota kutsutaan myös nimellä Working Party 29 tietosuojadirektiivin 29 
asettamisartiklan mukaisesti.40  
 
Sekä HeTiL:a että JulkisuusL:a koskevissa osiossa on huomioitu sekä korkeimman 
hallinto-oikeuden (KHO) runsas oikeuskäytäntö tiedonsaantioikeuksista että eduskunnan 
oikeusasiamiehen (EOA) antamat ratkaisut silloin, kun ne täsmentävät 
tiedonsaantioikeuksien sääntelykokonaisuuden tulkintaa. 
 
Tutkielmassa tarkastellaan Yhdistyneen kuningaskunnan mydata -mallia erityisesti 
Yhdistyneen kuningaskunnan Enterprise and Regulatory Reform Actin (2013 c. 24, 
jäljempänä ERRA) mydataa koskevien säännösten avulla. Lainsäädännön tulkinnassa ja 
mydata -mallin piirteiden selvittämisessä on hyödynnetty Yhdistyneen kuningaskunnan 
hallituksen mydata -mallin valmisteluaineistoa. Tutkielmaa varten olen kääntänyt ERRA:n 
käsiteltävät säännökset englannista suomeksi. Käännöstä ei voi pitää täysin virallista 
säädöstekstiä vastaavana. ERRAa koskevassa osiossa on myös syytä huomata, ettei sen 
tarkoituksena ole selvittää yksityiskohtaisesti Yhdistyneen kuningaskunnan voimassa 
olevaa oikeustilaa, vaan havainnollistaa, miten omadataa mallina säännellään. Yhdistyneen 
kuningaskunnan common law -oikeusjärjestelmn erityispiirteitä ei siten huomioida 
säädöstekstin tulkinnassa. 
 
Vertailukohtana mydata -mallille tarkastellaan Euroopan Unionin yleisen tietosuoja-
asetuksen valmisteluaineistoa. Painoarvo on tätä tutkielmaa kirjoittaessa viimeisimmällä 
versiolla yleisestä tietosuoja-asetuksesta, joka on 15.6.2015 hyväksytty Euroopan unionin 
oikeus- ja sisäasioiden neuvoston (OSA-neuvosto) yleisnäkemys yleisestä tietosuoja-
asetuksesta. Vertailukohtana OSA-neuvoston yleisnäkemykselle tuon esille myös 
Euroopan komission alkuperäisen, vuonna 2012 yleiseksi tietosuoja-asetukseksi annetun 
ehdotuksen41 version 18 artiklasta. Tutkielmassa yleisen tietosuoja-asetuksen valmistelua 
on seurattu 15.10.2015 saakka. 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
40 Ks. tietosuojatyöryhmän tehtävistä ja toimivaltuuksista tietosuojadirektiivin 29 ja 30 artiklat	  
41 Bryssel 25.1.2012, COM(2012) 11 final. 
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Omadatasta on toistaiseksi kirjoitettu melko vähän tieteelliset kriteerit täyttävää 
kirjallisuutta, mikä asettaa omat haasteensa aiheesta tehtävälle tutkielmalle. Omadata-
ajattelua informaatio-oikeudellisessa kentässä voidaan kuitenkin tulkita hyödyntämällä 
oikeuskirjallisuutta tiedollisesta itsemääräämisoikeudesta, henkilötiedon määritelmästä, 
tarkastusoikeudesta sekä julkisuusperiaatteesta ja pyrkiä tunnistamaan omadata-ajattelun 
mahdolliset eroavaisuudet informaatio-oikeudellisen tutkimuksen lähestymistapaan 
verrattuna. Omadataa ja data portability -oikeutta on toistaiseksi käsitelty lähinnä 
tieteellisissä artikkeleissa, minkä vuoksi myös tutkielmassa hyödynnetty lähdekirjallisuus 
painottuu artikkelinomaisiin julkaisuihin.  
1.5  Oikeusinformatiikka ja informaatio-oikeus 
 
Tämä tutkielma sijoittuu informaatio-oikeuden alalle. Informaatio-oikeus on osa 
oikeusinformatiikan tutkimusalaa, jonka on perinteisesti katsottu tutkivan 
palveluyhteiskunnan muutosta informaatioyhteiskunnaksi. 42  Informaatioyhteiskunta on 
sittemmin kehittynyt edelleen verkkoyhteiskunnaksi, jossa yhteiskunnan 
informaatioinfrastruktuuri sekä suhtautuminen informaation käyttöön, laatuun ja sen 
yleiseen merkitykseen ovat saaneet korostuneen aseman. Myös oikeusvaltiokehityksen 
ohella tapahtunut oikeudellistuminen on vaikuttanut siihen, että tietojenkäsittelyyn ja 
viestintään liittyvistä asioista säännellään yhä moniulotteisemmin laissa. Sääntelyn 
näkökulma on useimmiten yksilön oikeuksia korostava. Saarenpää puhuu ilmiöstä 
oikeudellisena verkkoyhteiskuntana, jossa tietotekniikan lisääntynyt käyttö ja yksilön 
perusoikeudet ovat toistensa edellytyksiä ja kulmakiviä. Oikeudellisessa 
verkkoyhteiskunnassa yksilön itsemääräämisoikeus ja itsemääräämisoikeuden suojaaminen 
korostuvat uudella tavalla.43 
 
Oikeusinformatiikka nähdään edelleen suhteellisen uutena tutkimusalana, vaikka 
monialaisena tutkimussuuntauksena se on vaikuttanut esimerkiksi immateriaalioikeuteen ja 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
42 Saarenpään mukaan informaatioyhteiskunnalla (information society) voidaan joskus tarkoittaa 
myös tietoyhteiskuntaa (knowledge society), joskin termeillä on myös eri merkitys. 
Tietoyhteiskunta on vakiintuneesti taloustieteen piirissä käytetty, tuotannon ja tuotannontekijöiden 
muutosta kuvaava käsite, kun taas informaatioyhteiskunnalla on vakiintuneemmin kuvattu 
tietoteknistymisen ja tietotekniikan monipuolistumisen ilmiötä. Euroopan Unionissa on puhuttu 
informaatioyhteiskunnasta jo 1990-luvun puolivälistä alkaen, kun taas Suomessa on 
vakiintuneemmin puhuttu tietoyhteiskunnasta samassa merkityksessä. Ks. Saarenpää 2009a, s. 24–
26. 
43 Saarenpää 2009a, s. 10–11	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tietosuojalainsäädännön perustana olevan persoonallisuusoikeuden44 taustalla jo vuosia. 
Toisaalta oikeusinformatiikka on vahvasti sidoksissa digitalisoitumisen muokkaamaan 
oikeuskulttuuriin. Erityisen merkittävänä Saarenpää näkee digitaalisen oikeuskulttuurin 
kytkeytymisen lainsäädännön informatiivisuuteen: verkko on tuonut lainsäädännön 
kaikkien nähtäville, jolloin lakitekstin ymmärrettävyyden vaatimus korostuu.45  
 
Seipel pitää oikeusinformatiikan perustavana ja luonteenomaisena piirteenä vahvaa 
kiinnostusta moderniin tietotekniikkaan, joka kattaa sekä tietojenkäsittelyn että 
tietoliikenteen. Seipel jakaa oikeusinformatiikan tietojenkäsittelyä koskeviin 
metodikysymyksiin ja tietotekniikkaoikeudellisiin kysymyksiin, jotka ovat osin 
limittäisiä. 46  Pöystin mukaan Seipelin näkemys oikeusinformatiikasta on 
tietotekniikkakeskeisempi kuin Saarenpään.47 
 
Oikeusinformatiikka jakaantuu muiden oikeudenalojen tavoin yleiseen ja erityiseen osaan. 
Oikeusinformatiikan yleinen osa painottuu muun muassa verkkoyhteiskunnan 
oikeudellistumisen, tietoinfrastruktuurin sekä yleisemmin informaation merkityksen 
tutkimiseen. Tutkimuksellinen näkökulma painottuu oikeusteoriaan sekä -sosiologiaan.48 
Erityinen osa voidaan puolestaan jakaa oikeudelliseen tietojenkäsittelyyn, oikeudellisen 
informaation tutkimukseen, informaatio-oikeuteen sekä tietotekniikka-oikeuteen. Pöystiä 
mukaillen voidaan todeta, että oikeusinformatiikan osa-alueet ovat osittain limittäisiä: 
oikeusinformatiikassa on mahdollisuus tiukat metodit sivuuttaen yhdistellä näkökulmia ja 
kehittää kokonaan uusia.49 Seuraavassa huomio suunnataan informaatio-oikeuteen, jonka 
alalle tämä tutkielma sijoittuu. 
 
Informaation sääntely on perinteisesti ollut hajanaista, moninaisin tavoin toteutettua ja 
erilaisia funktioita toteuttavaa, minkä vuoksi myös informaatio-oikeuden tarpeellisuutta on 
kyseenalaistettu. Saarenpää on jakanut informaatiota koskevan sääntelyn kuuteen eri 
säännöskategoriaan: informaatiosidonnaisiin, informaatioperusteisia tuotteita koskeviin, 
viestintää koskeviin, yksilöön liittyvää informaatiota koskeviin, julkista informaatiota 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
44 Persoonallisuusoikeudesta ks. Saarenpää 2009b, s. 266–298 
45 Saarenpää 2009a, s. 11–13 
46 Seipel 1997, s. 269–270 
47 Pöysti 1999, s. 359, alaviite 194 
48 Ks. oikeusinformatiikan yleisestä osasta Saarenpää 2009a, s. 24–44	  	  
49 Pöysti 1999, s. 360 
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koskeviin sekä informaatio-infrastruktuuria koskeviin säännöksiin. 50  Saarenpää näkee 
informaatio-oikeudellisen tutkimusalan laajana ja myös yksilöä koskevaan informaatioon 
liittyvänä. 
 
Voutilainen määrittää informaatio-oikeuden oikeudenalana kehikoksi, joka liittyy tiedon 
oikeudelliseen sääntelyyn. Informaatio-oikeuden kehikon avulla voidaan hallita tiedon 
informaatioprosesseihin, tiedonsaantioikeuksiin ja tietoon liittyviin velvollisuuksien 
oikeudellista sääntelyä. Voutilainen tiivistää informaatio-oikeudellisen tutkimuksen 
kysymykseen, kenellä on oikeus tietoon ja missä tilanteessa. 51  Informaatio-oikeuden 
tutkimuksella on siten yhtäläinen tavoite omadata-ajattelun kanssa, joka pyrkii 
vahvistamaan ja selkeyttämään yksilön tiedonsaantioikeuksia. 
2  Omadata mallina ja tiedollisena käsitteenä 
 
Edellä on kuvailtu tässä tutkielmassa tehtyä jakoa omadataan mallina ja tiedollisena 
käsitteenä. Omadata-käsitteen kahtiajako on tarpeen etenkin siksi, että yksilökeskeinen 
tietojen hallinnointi vaatii ympärilleen palvelu- ja tietoinfrastruktuurin, joka tukee tietojen 
luovuttamista, uudelleen käyttöä ja edelleen jakamista.52 Tällöin ei ole riittävää määritellä 
pelkästään yksilölle luovutettavien tietojen ulottuvuutta, sillä yksilöllä on oltava todelliset 
mahdollisuudet saada omadataksi määriteltyä tietoa hallintaansa.  
 
Tässä jaksossa tarkastellaan omadata-mallia käyttäen esimerkkeinä Yhdistyneen 
kuningaskunnan mydata -mallia ja Euroopan Unionin valmisteilla olevan yleisen 
tietosuoja-asetuksen 18 artiklaa. Esimerkit ovat valikoituneet tarkasteluun hieman eri 
syistä: Yhdistynyt kuningaskunta on ollut aktiivinen toimija omadatan lanseeraamisessa, ja 
sen hallitus on pyrkinyt myös sääntelemään omadata-mallia.53 Euroopan Unionin yleinen 
tietosuoja-asetus puolestaan vaikuttaa voimaan tullessaan suoraan yksilön 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
50 Saarenpää 2009a, s. 92–93 
51 Voutilainen huomauttaa, että vaikka informaatio-oikeuden sääntelyn kohteena on informaatio, 
oikeusjärjestelmämme käyttää siitä vakiintuneesti käsitettä tieto.  Ks. Voutilainen 2012, s. 31–32. 
Tiedon, datan ja informaation käsitteiden eroa on käsitelty jaksossa 2.3.2. 
52 Erilaisista palvelu- ja tietoinfrastruktuureista ks. LVM 2/2014, s. 37–43 
53 Yhdistynyt kuningaskunta ei kuitenkaan ole ainoa valtio, joka on lanseerannut omadataan 
liittyviä palveluita. Esimerkiksi Yhdysvalloissa on otettu valtion ja yritysten yhteistyönä käyttöön 
Green Button ja Blue Button -palvelut, joiden avulla yksittäinen käyttäjä voi ladata omaa 
energiankulutustaan kuvaavia tietoja sekä terveystietoja koneluettavassa muodossa. Ks. 
http://energy.gov/data/green-button ja https://www.healthit.gov/patients-families/your-health-data. 
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tiedonsaantioikeuksiin myös Suomessa: Euroopan Unionin asetukset ovat suoraan 
sovellettavia ja sitovat kokonaisuudessaan sekä jäsenvaltioita että yksityisiä 
oikeussubjekteja.54 Yleistä tietosuoja-asetusta tarkastelemalla voidaan siten havainnoida 
yksilön tiedonsaantioikeuksien mahdollisia muutoksia myös kotimaisessa kontekstissa. 
2.1  Mydata-malli Yhdistyneessä kuningaskunnassa 
 
Käsitteenä omadatan, midatan, My Datan tai mydatan55, alkuperä on Yhdistyneessä 
kuningaskunnassa. 56 Mydatan alkuperä on Yhdistyneen kuningaskunnan hallituksen 
vuonna 2011 julkaisemassa kuluttajastrategiassa 57 , joka tähtäsi yksilöiden 
voimaannuttamiseen kuluttajien roolissa. Kuluttajastrategia perustettiin tukemaan 
hallituksen kasvustrategiaa 58  talouden kasvun vauhdittamiseksi. Taloudellisen kasvun 
ohella strategian muotoutumiseen vaikutti teknologian kasvava rooli kuluttajan 
päätöksenteossa. Teknologian kehitys on mahdollistanut, että kuluttajien käyttäytymisestä 
kerätään yhä enemmän dataa, mikä puolestaan mahdollistaa kuluttajien yksilöllisten 
kulutustottumusten seuraamisen. Teknologinen kehitys on myös parantanut yhteistyötä 
kuluttajien välillä: esimerkiksi erilaisten hyödykkeiden jakaminen ja palautteen antaminen 
on yleistynyt.59 
 
Kuluttajastrategian yhtenä tavoitteena oli antaa kuluttajille oikeus saada käyttöönsä 
yritysten hallussa oleva, kuluttajaa itseään koskeva data. Tavoite nimettiin strategiassa 
mydataksi. Mydata määriteltiin ensisijaisesti kuluttajia koskevan datan kontrollin ja siihen 
käsiksi pääsyn kautta. Strategiassa mydatan määritelmään kuului myös datan helppo 
siirrettävyys ja turvallisuus etenkin silloin, kun dataa siirretään sovelluksesta toiseen. 
Mydatan ja etenkin mydataa hyödyntävien sovellusten oli tarkoitus kehittyä 
markkinavetoisesti ilman merkittävää valtiojohtoista ohjausta ja ilman valtion 
osallistumista datan käsittelyyn.60 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
54 Raitio 2013, s. 230 
55 Yhdistyneen kuningaskunnan omadataa käsittelevässä valmisteluaineistossa käsitteitä käytetään 
rinnakkain tekemättä eroa niiden välillä. Tässä tutkielmassa käytetään johdonmukaisuuden vuoksi 
termiä mydata myös silloin, kun lähdeaineisto viittaa midataan tai My Dataan. 
56 LVM 2/2014, s. 12 
57 BIS 13.4.2011. 
58 HM Treasury. The Plan for Growth. 23.3.2011 
59 BIS 13.4.2011, s. 4–5 
60 BIS 13.4.2011, s. 17–18 
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Yhdistyneen kuningaskunnan hallituksen kuluttajastrategia keskittyi nimensä mukaisesti 
kuluttajien ja palveluiden tai hyödykkeiden tarjoajien väliseen suhteeseen. Raportti 
kohdistui taloudellisiin näkökohtiin painottaen muun muassa kuluttajan oikeutta saada 
taloudellisesti edullisin ja kokonaisuudessaan kuluttajalle parhaiten sopiva ratkaisu 
markkinoilla.  Eräänä mydatan tärkeimpänä elementtinä strategiassa nähtiin kuluttajan 
kasvava ymmärrys omista kulutustottumuksistaan.61 
 
Valmisteluaineistoiden perusteella voidaan todeta, että mydata on saanut alkunsa 
taloudellisista intresseistä: kuluttajan mahdollisuus vaikuttaa markkinoiden tarjontaan 
soveltamalla itseään koskevaa dataa kulutustaan koskevassa päätöksenteossa kasvaa, 
jolloin yritykset joutuvat tehostamaan palveluitaan ja reagoimaan tehokkaammin 
hintakehitykseen. Raportti tunnustaa datan taloudellisen arvon, muttei datan mahdollista 
itseisarvoa yksilölle. Yksilön tiedon lisääntymisen myötä tapahtuvan voimaantumisen 
sijasta puhutaan kuluttajan voimaantumisesta paremman informaation pohjalta tapahtuvan 
taloudellisen päätöksenteon myötä. 
2.1.1  Mydata-mallin lainsäädännöllinen kehys 	  
Mydata -mallin kehitystä arvioitiin Yhdistyneessä kuningaskunnassa ensi kertaa 
kuluttajastrategian julkaisun jälkeen vuonna 2012 sekä yksityishenkilöille että 
organisaatioille avoimella lausuntokierroksella. 62  Lausuntokierroksen yhteydessä 
julkaistiin selonteko strategian edistymisestä, joks sisälsi myös selvityksen mydata -mallin 
kehityksestä63: selonteossa mydata -mallin hyödyntämisen todettiin keskittyneen erityisesti 
energia-, telemarkkina- ja finanssisektorille.64 
 
Lausuntokierroksella otettiin esiin mahdollisuus käyttää vapaaehtoiselta pohjalta 
kehittyvän mydata -mallin ohella lainsäädännöllistä toimivaltaa mydata -mallin 
tehokkaamman kehityksen turvaamiseksi: toimivallan avulla hyödykkeiden ja palveluiden 
tarjoajat voitaisiin tarvittaessa säännöksin velvoittaa antamaan kuluttajia koskevaa dataa 
koneluettavassa muodossa. Vuoden 2012 lopussa hallitus julkaisi vastauksensa 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
61 BIS 13.4.2011, s. 17	  
62 BIS 28.6.2012 
63 BIS 28.6.2012 -raportissa on omaksuttu vuonna 2011 julkaistussa strategiassa käytetyn mydata-
termin sijaan midata-termi. Muutoksen syitä ei ole selitetty raportissa. 
64 BIS 28.6.2012, s. 23 
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lausuntokierroksesta ja otti myönteisen kannan lainsäädäntötoimivallan käyttöön. 65 
Säännökset suunniteltiin velvoittamaan hyödykkeiden ja palveluiden tarjoajat antamaan 
asiakkaan pyynnöstä dataa hänen ostotapahtumistaan ja kulutuksestaan elektronisessa, 
koneluettavassa muodossa.66 Annettavan datan suunniteltiin rajautuvan yrityksen hallussa 
olevaan tai yrityksen puolesta dataa hallussa pitävän tahon elektronisessa muodossa 
olevaan tietoon. Annettava data suunniteltiin rajattavaksi myös siten, että tiedon tulee 
koskea joko asiakasta suoraan tai sellaista tietoa, joka on yhdistettävissä asiakkaaseen.67 
Mydataan liittyvästä lainsäädäntötoimivallasta säädettiin vuonna 2013 muutoksella 
ERRA:n 6 osan (Supply of Customer Data) 89–91 kohtiin. Mydataa koskevat 
määritelmälliset piirteet sisältyvät ERRA 89 kohtaan, jota käsitellään seuraavaksi. ERRA 
90–91 kohdat sisältävät säännösten antamista ja toimeenpanoa koskevat säännökset. 
 
ERRA 89(1) kohdan mukaan säännösten kohteena oleva säännelty henkilö tai taho 
(regulated person) voidaan velvoittaa antamaan asiakasdata (customer data) asiakkaalle 
asiakkaan pyynnöstä. Asiakasdata voidaan myös asiakkaan pyynnöstä luovuttaa henkilölle, 
jonka asiakas on valtuuttanut vastaanottamaan datan. Data on mahdollista luovuttaa 
säännösten salliessa myös suoraan valtuutetulle valtuutetun pyynnöstä.  
 
Säännellyllä henkilöllä voidaan ERRA 89(2) kohdan mukaan tarkoittaa kaasu- tai 
energiayhtiötä, teleyhtiötä tai finanssiyhtiötä, joka liiketoiminnassaan tarjoaa tili- tai 
luottokorttipalveluita. Säännöksiä voidaan kohdistaa myös muihin hyödykkeiden tai 
palveluiden tarjoajiin, jolloin ennen säännösten antamista on ERRA 89(7) kohdann 
mukaan tarkasteltava hyödykkeiden tai palveluiden tarjoajien ja asiakkaiden välisten 
liiketoimien välisen ajanjakson pituutta, liiketoimien määrää ja yleisyyttä sekä 
liiketoimista aiheutuvien kustannusten merkittävyyttä asiakkaalle. Lisäksi on arvioitava 
hyödykkeistä ja palveluista saatavan informaation merkitystä asiakkaalle: ensinnäkin 
saatavalla informaatiolla tulisi olla vaikutusta siihen, että asiakkaat kykenevät tekemään 
informoituja valintoja sekä palveluntarjoajista että tarjotuista hyödykkeistä ja palveluista 
itsessään. Lisäksi tulisi ottaa huomioon informaation vaikutus kilpailuun markkinoilla. 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
65 BIS 27.7.2012 
66 BIS 27.7.2012, s. 14 
67 BIS 27.7.2012, s. 11	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ERRA 89 kohdan mydataa koskevista säännöksistä voidaan ennen muuta erottaa neljä 
huomionarvoista seikkaa. Ensimmäinen on luovutettavaan dataan kohdistuva 
toimialarajaus. ERRA 89(2) kohdan mukaan toimivalta antaa säännöksiä kuluttajadatan 
tarjoamisesta koskee pääsääntöisesti energia-, tele- ja finanssisektorilla toimivia yrityksiä. 
Hallitus perusteli toimialarajausta muun muassa lausuntokierroksesta saadulla palautteella. 
Huomattavaa on, että hallitus rajasi myös julkisen sektorin säännöksen soveltamisalan 
ulkopuolelle.68  
 
Toinen My Datan määritelmään liittyvä seikka on ERRA 89(9) kohdassa määritelty 
asiakassuhde, joka toimii datan luovutuksen edellytyksenä ja perustana. Säännöksen 
mukaan henkilö C voidaan määritellä R:n asiakkaaksi, jos C on minä tahansa ajankohtana 
ostanut R:n tarjoamia hyödykkeitä tai palveluita tai on vastaanottanut kyseisiä hyödykkeitä 
tai palveluita vastikkeetta joko itselleen tai toiselle henkilölle. Lisäksi vaaditaan, että 
ostotapahtuma tai vastaanottaminen tapahtui muussa kuin liiketoiminnassa, tai että 
liiketoiminta on erikseen määritelty säännöksissä. Säännösten perusteella voidaan päätellä, 
että säännösten tarkoittama asiakassuhde syntyy vasta tosiasiallisen ostotapahtuman tai 
muun konkreettisen vuorovaikutuksen seurauksena. Tällöin esimerkiksi palveluntarjoajan 
potentiaalisesta asiakkaasta omatoimisesti rekisteröimät tiedot eivät oletusarvoisesti 
sisältyisi asiakassuhteen perusteella luovutettavaan dataan. 
 
Kolmas seikka liittyy datan luovuttajan ja vastaanottajan määritelmiin sekä näiden välisen 
suhteen muodostumiseen. ERRA 89(1) kohdan mukaan datan luovuttajan ja sen 
vastaanottajan suhteen ei välttämättä tarvitse olla suora asiakassuhde, vaan mahdollisia 
suhteita on kolme: ensimmäisessä suhteessa (ERRA 89(1)(a)) luovutus tapahtuu suoraan 
luovuttajan ja asiakkaan välillä, jolloin kyse on edellä määritellystä asiakassuhteesta. 
Toisessa suhteessa (ERRA 89(1)(b)) luovuttaja luovuttaa tiedot asiakkaan valtuuttamalle 
kolmannelle henkilölle, mutta vain silloin, kun asiakas on tätä pyytänyt. Kolmannessa 
suhteessa (ERRA 89(1)(b)) asiakkaan erillistä pyyntöä ei tarvita, vaan luovuttaja voi 
luovuttaa datan suoraan valtuutetulle kolmannelle henkilölle. Valtuutetulle henkilölle 
voidaan ERRA 89(6) kohdan mukaan asettaa säännöksissä erityisiä vaatimuksia, jotka 
valtuutetun tulee täyttää voidakseen vastaanottaa dataa. Näin ollen säännökset näyttävät 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
68 BIS 27.7.2012, s. 15–16. Hallitus perusteli rajausta sillä, että julkinen sektori on Yhdistyneessä 
kuningaskunnassa lanseerannut avoimen datan strategioita, jotka antavat kansalaisille pääsyn osaan 
julkisen sektorin datasta. Ks. HM Government 28.6.2012, s. 39–40 
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mahdollistavan datan vastaanottamisen ulkoistamisen asiakassuhteen ulkopuoliselle 
kolmannelle osapuolelle. 
 
Neljäs huomionarvoinen seikka on asiakasdatan määritelmä. Asiakasdatalla tarkoitetaan 
ERRA 89(3) kohdan mukaan dataa, joka on joko säännellyn henkilön hallussa tai hänen 
puolestaan dataa säilyttävän tahon hallussa koneluettavassa muodossa. Lisäksi vaaditaan, 
että data liittyy säännellyn henkilön ja asiakkaan välisiin transaktioihin. Säännöksiä 
voidaan antaa myös siitä, milloin ja missä muodossa data tulisi antaa. Säännösten sisältö 
voi tällöin vaihdella riippuen siitä, missä muodossa tai millä tavalla asiakas on pyytänyt 
dataa itselleen (ERRA 89(4)). Säännöksillä voidaan sallia palveluntarjoajan perivän 
maksun dataa koskeviin pyyntöihin vastaamisesta. Tällöin palveluntarjoajalla on oikeus 
määritellä maksun määrä. Määrä ei kuitenkaan saa ylittää pyyntöön vastaamisesta 
aiheutuvia kustannuksia (ERRA 89(5)). 
 
Yhdistyneen kuningaskunnan lainsäädäntö ei mainittujen ERRA:n lainsäädäntötoimivaltaa 
koskevien säännösten lisäksi sisällä muita mydataa koskevia säädöksiä. Säännöksiä 
tulkitessa on syytä huomata, että niitä ei toistaiseksi ole sovellettu kertaakaan antamalla 
säännöksiä, jotka velvoittaisivat datan luovuttamiseen, vaan myös ERRA:n muutoksen 
tultua voimaan asiakasdatan luovuttamiseen sitoutuminen on vapaaehtoista. Säännökset 
antavat Yhdistyneen kuningaskunnan hallitukselle toimivallan ehdottaa mydataan liittyviä 
säännöksiä, mikäli myöhemmin havaitaan, että tiettyjen sektoreiden yrityksiä on tarve 
velvoittaa datan luovuttamiseen. Toistaiseksi annetut säännökset toimivat siten 
tietynlaisena varotoimenpiteenä vapaaehtoisen mydata -mallin toteuttamisen rinnalla. 
Mikäli mydata -malli ei edisty vapaaehtoispohjalta hallituksen toivomalla tavalla, sillä on 
toimivalta antaa aiheesta myös säännöksiä.69 
 
Mydata-malliin sitoutumista on arvioitu Yhdistyneessä kuningaskunnassa sitouttamalla 
energia-, rahoitus- ja telealan yrityksiä vapaaehtoiseen arviointiprosessiin. 
Vapaaehtoisuuteen pohjautuvia prosesseja arvioitaessa on todettu, ettei tarvetta 
lainsäädäntötoimivallan käyttämiseen ja mydataa koskevien säännösten antamiseen 
toistaiseksi ole.70 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
69 BIS 25.6.2013, s. 6 
70 BIS 8.7.2014, s. 3. Ks. myös Policy Paper: 2010 to 2015 government policy: consumer 
protection. 
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ERRA:n määritelmää tarkastellessa huomataan, että Yhdistyneen kuningaskunnan mydata-
malli pohjautuu palveluntarjoajan ja kuluttajan väliseen suhteeseen: ERRA:n 
lainsäädännöllinen kehys näyttäisi mahdollistavan vain asiakasdatan luovuttamiseen 
velvoittamisen. Luovutettavissa oleva asiakasdata näyttäisi rajautuvan paitsi 
toimialakohtaisesti, myös sähköiseen formaattiin ja vain tiettyjä tapahtumia koskevaan 
dataan. Mahdolliset tulevaisuudessa annettavat säännökset eivät tässä kontekstissa voisi 
esimerkiksi velvoittaa säänneltyä henkilöä tai tahoa muokkaamaan hallussaan olevaa tietoa 
asiakastapahtumista koneluettavaan, elektroniseen muotoon, vaan datan tulisi olla 
valmiiksi tässä muodossa ollakseen luovutettavissa asiakkaalle. Luovutettava data koskisi 
vain erikseen määriteltyjä transaktioita eikä palveluntarjoajan kaikkea kuluttajaa koskevaa 
dataa. Koska varsinaisia säännöksiä asiakasdatan luovuttamisesta ei ole toistaiseksi annettu 
Yhdistyneessä kuningaskunnassa, ei säännösten tarkkuutta ja datan luovuttajalle jätettävää 
harkintamarginaalia voida arvioida. 
2.1.2  Mydata-mallin periaatekehys 	  
Mydata -mallin yhteydessä julkaistiin tiettyjä periaatteita, joita mydata -mallin piiriin 
kuuluvan datan jakamisessa tulisi noudattaa. Periaatteisiin sitoutuminen nähtiin 
tarpeelliseksi etenkin asiakasdatan luovutukseen mahdollisesti velvoitettavien yritysten 
vastustuksen vuoksi.71 Periaatteisiin kuuluvat läpinäkyvyyden, saatavuuden, kontrollin ja 
siirrettävyyden vaatimukset, joita kuvataan transparency, access, control, transfer (TACT)-
lähestymistapana. TACTin tarkoituksena on kuvata datan luovuttamiseen liittyviä vaiheita. 
Läpinäkyvyyden, saatavuuden, kontrollin ja siirrettävyyden vaatimukset korostavat dataa 
luovuttavan yrityksen vastuullisuutta ja luotettavuutta. Niillä myös tavoitellaan uusia 
kustannustehokkaampia prosesseja, jotka parantavat yritysten hallussa olevan datan laatua. 
TACTin tavoitteena on parantaa kuluttajien luottamusta dataa käsitteleviin yrityksiin, 
jolloin kuluttajat olisivat luottavaisempia tietojensa käsittelyn suhteen ja valmiita 
luovuttamaan itsestään enemmän tietoa.72 
 
TACTin lisäksi mydataan liitettiin myös yhdeksän mydatan ydinperiaatetta (core 
principles): 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
71 Shadbolt 2013, s. 206 
72 Shadbolt 2013, s. 206	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1. Asiakkaalle luovutettavan datan tulee olla uudelleenkäytettävässä, koneluettavassa 
ja avoimessa formaatissa. 
2. Kuluttajilla tulee olla mahdollisuus käyttää, hakea ja tallentaa dataansa turvallisesti. 
3. Kuluttajilla tulee olla mahdollisuus analysoida, manipuloida, yhdistellä ja jakaa 
dataansa heille itselleen sopivalla tavalla. 
4. Mydata -malliin osallistuvat sektorit pyrkivät standardisoimaan terminologiansa 
sekä datan formaatin ja jakoprosessin niin pitkälle kuin mahdollista. 
5. Kun dataa on pyydetty, sen on oltava asiakkaiden saatavilla niin pian kuin 
mahdollista. 
6. Huomion tulee kohdentua informaatioon tai dataan, joka saattaa olla 
hyödynnettävissä tai hyödyllinen päätöksenteossa tai tietyn toiminnon yhteydessä. 
7. Organisaatioiden ei tulisi asettaa minkäänlaisia rajoituksia tai muutoin hankaloittaa 
datan säilyttämistä tai uudelleen käyttöä. 
8. Organisaatiot työskentelevät lisätäkseen kuluttajien tietoisuutta kuluttajille 
annettavan datan hyödyntämisen mahdollisuuksista ja vastuusta. 
9. Organisaatiot antavat asiakkailleen selkeän selonteon siitä, miten data on kerätty, 
mitä sillä kuvataan, ja keneen ottaa yhteyttä mahdollisten ongelmien ilmetessä.73 
 
Mydataan liittyvien periaatteiden oikeudellinen asema on epäselvä. Periaatteita 
tarkasteltaessa tulisi huomioida ainakin se, että mydata-periaatteita ei voida suoraan 
määritellä oikeusperiaatteiksi. Mydata-periaatteiden osalta voidaan kysyä, milloin 
lainsäädännön valmistelussa mainitut periaatteet muuttuvat oikeusperiaatteiksi. Onko kyse 
oikeusperiaatteesta, jos siihen sitoutuminen on vapaaehtoista? Mikä on periaatteen 
merkitys, jos kyse ei ole oikeusperiaatteesta? 
 
Oikeusperiaatteiden institutionaalinen perusta on kodifioinnissa, oikeustieteessä ja 
tuomioistuinkäytännössä.74 Kaiston mukaan voidaan olettaa, että oikeusperiaate on aina 
jollakin tavalla kytkettävissä lainsäädäntöön ja sen taustalla oleviin tavoitteisiin. 
Periaatteiden määritelyä ja niiden erottamista säännöistä leimaa kuitenkin määritelmällinen 
epämääräisyys. 75  Mydata-periaatteiden sitovuuden arvioinnissa tulisi huomioida myös 
Yhdistyneen kuningaskunnan common law -järjestelmän vaikutus oikeusperiaatteiden 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
73 BIS 26.7.2012, s. 22 
74 Tolonen 2008, s. 23 
75 Kaisto 2005, s. 75–78 
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määritelmään. Common law -oikeusjärjestelmän antama merkitys oikeusperiaatteille on 
suuri ja lainsäädäntö yksityiskohtaista. Oikeusperiaatteet määritellään suurilta osin 
ylempien tuomioistuimen tuomioissa vastaamaan käsillä olevan tapauksen 
erityispiirteisiin. 76  Mydata -periaatteet eivät siten ole tulkittavissa oikeusperiaatteiksi: 
niihin sitoutuminen on vapaaehtoista, eivätkä ne ole oikeusjärjestelmän muotoamia. 
 
Mydatan periaatekehyksen merkitystä datan luovuttajien toimintaan voidaan toistaiseksi 
vain arvailla. Mydatan valmisteluaineistot tarjoavat periaatteista sekä niihin sitoutumisesta 
niukasti tietoa. Koska mydata -malli perustuu lainsäädäntötoimivallan olemassaolosta 
huolimatta toistaiseksi vapaaehtoiseen osallistumiseen eikä mydata -mallista ole 
Yhdistyneessä kuningaskunnassa toistaiseksi oikeuskäytäntöä, on myös siihen liittyviä 
periaatteita pidettävä näkemykseni mukaan ohjeellisina. Suurempana houkuttimena 
toiminee palveluiden ja hyödykkeiden tarjoajien saavuttama luottamus kuluttajien 
keskuudessa periaatteisiin sitoutumisen myötä. Yhdistyneen kuningaskunnan mydata -
mallia voidaankin kuvailla liiketoimintalähtöiseksi. 
2.1.3  Mydata-mallin kritiikki 	  
Yhdistyneen kuningaskunnan mydata-mallia kohtaan on esitetty runsaasti aiheellista 
kritiikkiä. Pohjimmiltaan kritiikki kohdistuu henkilötietojen suojan ja saatavuuden välisen 
tasapainon varmistamiseen. Yhdistyneen kuningaskunnan henkilötietojen suojaa koskeva 
säädös Data Protection Act (1998, DPA) keskittyy turvaamaan henkilötietojen suojaa 
asettamalla vaatimukset esimerkiksi henkilötietojen lainmukaiselle ja käyttötarkoituksen 
mukaiselle säilytysajalle. Mydata-malli saattaa yleistyessään aiheuttaa riskin, että yritykset 
ja muut dataa käsittelevät tahot säilyttävät henkilötiedoiksi muokattavissa olevaa dataa sen 
jälkeenkin, kun lain mukaiset aikarajat henkilötiedon käsittelylle ovat umpeutuneet. 
Valtavien henkilötietoja sisältävien datamassojen varastointi puolestaan lisää riskiä 
henkilötietojen vuotamisesta ulkopuolisille silloin, kun henkilötietojen suojauksesta ei ole 
huolehdittu asianmukaisin keinoin. Mydata-mallia onkin kritisoitu etenkin henkilötietojen 
suojaan liittyvien seikkojen huomiotta jättämisestä.77 
 
Kritiikkiä on myös esitetty mydata-mallin tarpeellisuudesta: DPA mahdollistaa tietojen 
tarkastamisen kultakin rekisterinpitäjältä erikseen. Tarvitaanko mydata-mallin 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
76 Tetley 1999, s. 6 
77 Holland, Kirsop 2013, s. 89–90 
	  	   22 
mahdollistamaa tiedonsaannin kanavaa, kun henkilöllä on jo nyt halutessaan mahdollisuus 
tarkastaa itseään koskevat tiedot?78  
 
Selvää on, että mydata-mallin tulisi mahdollistaa joko täysin uudenlaisia ja yksilöä 
hyödyttäviä tapoja analysoida dataa, tai sen tulisi vähintäänkin helpottaa datan saamista 
usealta taholta ilman erillisiä tietopyyntöjä. Mahdollisena ratkaisuna on esitetty 
henkilötietojen hallintasovelluksia (Personal Data Inventory), joihin yksilön olisi 
mahdollista kerätä dataa useammalta palveluntarjoajalta. 79  Mydata-mallin 
käytännönläheiseen toteuttamiseen ei ole kuitenkaan otettu kantaa Yhdistyneen 
kuningaskunnan hallituksen valmisteluaineistoissa.80 
 
Kyseenalaista on, olisiko mydata-malli toteutettava täysin vapaaehtoiselta pohjalta 
nykyisen löyhän sääntelymallin sijaan: mikäli säännöksiä annetaan yrityksille ERRA:n 
säädöstoimivallan pohjalta, säännökset lisäävät yritysten lainsäädäntöön perustuvia 
velvoitteita ja vaikeuttavat etenkin pienehköjen yritysten ja sektoreiden toimintaa. 81 
Nykyisessä tilanteessa on myös epäselvää, mikä ERRA:ssa annetun sääntelyn vaikutus on 
ollut mydata -mallin yleistymiselle Yhdistyneessä kuningaskunnassa. 
 
Täysin oma tutkimusaiheensa on, millisia riskejä massaluonteinen tietojenkeruu aiheuttaa 
yksityisyyden suojalle. Yksilöistä kerätään tietoja päivittäin käyttäessämme teknologiaa, ja 
yhä useampi jakaa tietoa myös vapaaehtoisesti. Myös erilaisten sensorien keräämät tiedot 
keräävät tietoa yksilöistä lähes reaaliaikaisesti. Yksilöistä kerättävän tiedon kasvavan 
määrän vaikutusta yksityisyyden suojaan on kuitenkin vaikeaa todentaa: vaikka riski 
yksityisyyden suojan vaarantumisesta olisi tilastollisesti pieni, voi sen vaikutus yksilölle 
olla suuri, jopa peruuttamaton. Yksityisyyden suojan vaarantumisen riskiä voidaan 
pienentää huomioimalla tehokas suoja jo palveluiden suunnitteluprosessissa ns. privacy 
enhancing technologies -tekniikoilla. Kerättävän datan määrä voidaan esimerkiksi 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
78 Holland, Kirsop 2013, s. 89–90 
79 Useampia mydata -mallia hyödyntäviä hallintasovelluksia on jo julkaistu. Esimerkiksi Sherbit ja 
CitizenMe -sovellukset tarjoavat henkilöä koskevien tietojen hallinnan yksinkertaistamista, 
analysointia ja jopa henkilötietojen käyttämistä vaihdannan välineenä. Ks. https://www.sherbit.io ja 
http://www.citizenme.com 
80 Brimsted 2012, s. 15–16 
81 Holland, Kirsop 2013, s. 89–90 
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minimoida siten, että se sisältää pienimmän mahdollisen tarvittavaan määrän 
henkilötietoja.82 
2.2  Data portability -oikeus Euroopan Unionin omadata-mallina 
 
Tätä tutkielmaa kirjoittaessa eurooppalaista tietosuojalainsäädäntöä ollaan uudistamassa. 
Uudistuksen taustalla vaikuttavat tietosuojadirektiivin voimaantulon jälkeen kasvanut 
käsiteltävän datan määrä sekä tietotekniikan kehittyminen, jotka ovat aiheuttaneet 
uudenlaisia ongelmia myös tietosuojan sääntelylle: tiedon kerääminen ja jakaminen on 
laajentunut kaikille elämän osa-alueille. Nykyisin voimassa olevan tietosuojadirektiivin ei 
enää katsottu kykenevän vastaamaan kehittyneen tietojenkäsittelyn haasteisiin.83   
 
Euroopan komissio antoi maaliskuussa 2012 ehdotuksensa Euroopan parlamentin ja 
neuvoston asetukseksi yksilöiden suojelusta henkilötietojen käsittelyssä sekä näiden 
tietojen vapaasta liikkuvuudesta (yleinen tietosuoja-asetus). 84  Euroopan parlamentin 
oikeus- ja sisäasioiden valiokunta (Committee for Civil Liberties, Justice and Home 
Affairs) antoi mietintönsä asetuksesta lokakuussa 2013, ja Euroopan parlamentti hyväksyi 
valiokunnan mietinnön kannakseen85 marraskuussa 2014. 15.6.2015 Euroopan Unionin 
neuvosto hyväksyi OSA-neuvoston kokoonpanossa yleisnäkemyksen yleisestä tietosuoja-
asetuksesta. 86  OSA-neuvoston toimivaltuuksiin kuuluu lainsäädäntö, joka takaa 
perusoikeudet sekä kansalaisten korkeatasoisen suojelun ja ihmisten vapaan liikkumisen 
EU:n alueella. Useimmiten OSA-neuvosto hyväksyy alalleen kuuluvat säädökset yhdessä 
Euroopan parlamentin kanssa. 87 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
82 Brown 2014, s. 369–370. Markkinoilla on useita alustoja ja sovelluksia, jotka tarjoavat yksilölle 
mahdollisuuden säädellä yksityisyyden suojan tasoa. Esimerkiksi pilvipalvelu Cozy antaa 
käyttäjälleen mahdollisuuden poistaa palveluun tallennettuja tietojaan lopullisesti milloin tahansa, 
kun taas pilvipalvelu Enigma turvaa yksityisyyden suojaa hajauttamalla tiedot niin, ettei niiden 
suojausta voida purkaa. Ks. http://cozy.io/en/ ja http://enigma.media.mit.edu/	  
83 Bräutigam 2012, s. 416 
84 Bryssel 25.1.2012, COM(2012) 11 final. 
85 European Parliament legislative resolution of 12 March 2014 on the proposal for a regulation of 
the European Parliament and of the Council on the protection of individuals with regard to the 
processing of personal data and on the free movement of such data (General Data Protection 
Regulation) (COM(2012)0011 – C7-0025/2012 – 2012/0011(COD)) 
86 Ehdotus Euroopan parlamentin ja neuvoston asetukseksi yksilöiden suojelusta henkilötietojen 
käsittelyssä sekä näiden tietojen vapaasta liikkuvuudesta (yleinen tietosuoja-asetus) – 
Yleisnäkemyksen valmistelu (2012/0011 (COD)) 
87 http://www.consilium.europa.eu/en/council-eu/configurations/jha/ 
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Euroopan komissio, parlamentti ja neuvosto käyvät tätä tutkielmaa kirjoittaessa 
kolmikantaneuvotteluita OSA-neuvoston yleisnäkemyksestä. Neuvotteluiden tarkoituksena 
on saattaa yleinen tietosuoja-asetus lopulliseen muotoonsa vuoden 2015 loppuun 
mennessä.88 
 
Yleisen tietosuoja-asetuksen eräänä tavoitteena on lisätä yksilön mahdollisuuksia päättää 
omien tietojensa käytöstä: Komission alkuperäisen ehdotuksen 18 artiklan mukaan 
rekisteröidyllä tulisi olla oikeus paitsi saada rekisterinpitäjältä jäljennös itseään koskevista 
käsiteltävistä tiedoista, myös uusi oikeus siirtää tietonsa järjestelmästä toiseen (data 
portability -oikeus). 
 
Vaikka Euroopan Unioni on ottanut data portability -oikeuden omakseen yleisen 
tietosuoja-asetuksen valmistelussa, ei keskustelu yksilön oikeudesta siirtää tietojansa 
järjestelmästä toiseen ole uusi. Keskustelu tietojen siirrettävyyden merkityksestä liittyy 
etenkin pilvipalveluiden yleistymiseen: yhä suurempi osa henkilökohtaisesta tiedosta 
siirtyy verkkoon esimerkiksi sosiaalisen median palveluiden ja verkkokauppojen 
välityksellä. Myös tiedon tallennustavat ovat muuttuneet: suurin osa tiedoista ei enää 
sijaitse tietokoneiden kovalevyillä, vaan pilvessä. Yksilöstä kertyvät tiedot voivat ilmentää 
digitaalista persoonaa, minkä vuoksi oikeus siirtää tietojaan järjestelmästä toiseen voidaan 
nähdä jopa edellytyksenä digitaalisen persoonan kehittämiselle. 89  
 
Data portability -oikeuden merkityksellisyyttä on korostettu myös kilpailuoikeuden 
näkökulmasta: esimerkiksi, mikäli henkilöllä ei asiakkaan roolissa ole mahdollisuutta 
siirtää tietojansa yhden palveluntarjoajan järjestelmästä toiseen järjestelmään, henkilö 
saattaa joutua ns. customer lock-in -tilanteeseen, jolloin henkilö ei esimerkiksi teknisistä 
rajoitteista tai palveluntarjoajan perimistä kustannuksista johtuen kykene halutessaankaan 
vaihtamaan palveluntarjoajaa.90 
 
Seuraavassa tarkastellaan data portability -oikeutta komission alkuperäisessä ehdotuksessa 
yleiseksi tietosuoja-asetukseksi sekä vertaillaan sitä OSA-neuvoston yleisnäkemykseen. 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
88 http://ec.europa.eu/justice/newsroom/data-protection/news/150615_en.htm 
89 Zanfir 2012, s. 151 
90 Sluijs – Larouche – Sauter 2012, s. 15 ja 19  
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Komission alkuperäisen ehdotuksen 18 artiklan mukaan rekisteröidyllä tulisi olla oikeus 
siirtää tietonsa yhdestä sähköisestä käsittelyjärjestelmästä toiseen rekisterinpitäjän 
estämättä. Jotta siirto olisi mahdollista toteuttaa ja jotta yksilöllä olisi mahdollisuus 
tutustua omiin henkilötietoihinsa, ehdotuksen 18 artiklassa ehdotettiin säädettäväksi myös, 
että rekisteröidyllä olisi oikeus saada tietonsa rekisterinpitäjältä jäsennellyssä ja yleisesti 




Oikeus siirtää tiedot järjestelmästä toiseen 
 
1. Kun henkilötietoja käsitellään sähköisin keinoin, jäsennellyssä ja yleisesti 
käytetyssä muodossa, rekisteröidyllä on oikeus saada rekisterinpitäjältä jäljennös 
käsiteltävistä tiedoista yleisesti käytetyssä sähköisessä ja jäsennellyssä muodossa, 
joka antaa rekisteröidylle mahdollisuuden käyttää tietoja edelleen. 
2. Kun rekisteröity on itse antanut henkilötiedot ja niiden käsittely perustuu 
suostumukseen tai sopimukseen, rekisteröidyllä on oikeus siirtää kyseiset 
henkilötiedot ja kaikki muut rekisteröidyn itsensä antamat, automatisoituun 
käsittelyjärjestelmään tallennetut tiedot toiseen järjestelmään, yleisesti käytetyssä 
sähköisessä muodossa, sen rekisterinpitäjän estämättä, jonka hallusta henkilötiedot 
poistetaan. 
3. Komissio voi täsmentää 1 kohdassa tarkoitetun sähköisen muodon ja vahvistaa 
tekniset standardit, yksityiskohtaiset säännöt ja menettelyt henkilötietojen 
siirtämiseksi 2 kohdan nojalla. Nämä täytäntöönpanosäädökset hyväksytään 87 
artiklan 2 kohdassa tarkoitettua tarkastelumenettelyä noudattaen. 
 
Komission ehdotuksessa luovutettavien henkilötietojen muoto kytkettiin vaatimukseen 
henkilötietojen uudelleen käytettävyydestä. Mikä tahansa sellainen henkilötieto, jota 
rekisterinpitäjä käsittelee sähköisesti, jäsennellysti ja yleisesti käytetyssä muodossa, olisi 
komission ehdotuksen mukaan henkilötietoa, josta voidaan luovuttaa jäljennös 
rekisteröidylle.  
 
Komission ehdotuksessa henkilötietojen luovuttaminen rekisteröidylle ja oikeus siirtää 
tiedot järjestelmästä toiseen on erotettu toisistaan: rekisteröidyllä olisi oikeus siirtää 	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järjestelmästä toiseen 1) sellaisia henkilötietoja, joiden käsittely perustuu suostumukseen 
tai sopimukseen, sekä 2) kaikki muut automatisoituun käsittelyjärjestelmään tallennetut 
tiedot, jotka rekisteröity on itse antanut. Artiklan sanamuoto näyttäisi viittaavan siihen, että 
rekisteröidyllä saattaisi olla oikeus siirtää järjestelmästä toiseen myös sellaisia tietoja, jotka 
eivät täytä henkilötiedon määritelmää.  
 
Huomionarvoista on, että komission ehdotuksessa 18 artiklan 2 kohta näyttäisi viittaavaan 
henkilötietojen siirtämisellä aidosti menettelyyn, jossa henkilötiedot poistetaan 
alkuperäisen rekisterinpitäjän hallusta niiden siirtyessä toiselle rekisterinpitäjälle. Vaikka 
siirto-oikeus ei komission ehdotuksen mukaisesti koskisi kaikkia henkilöä koskevia tietoja, 
olisi rekisteröidyn oikeus ottaa näitä tietoja haltuunsa varsin laaja – erityisesti omadatasta 
puhuttaessa huomionarvoista on, että siirto-oikeus olisi koskenut kaikkea henkilön itsensä 
antamaa tietoa rekisterinpitäjälle riippumatta siitä, täyttääkö annettu tieto henkilötiedon 
määritelmän. 
 
OSA-neuvoston yleisnäkemyksessä yleisen tietosuoja-asetuksen 18 artikla on muutettu 
kuulumaan seuraavasti: 
 
18 artikla  
Oikeus siirtää tiedot järjestelmästä toiseen  
(1.) … 
2. Rekisteröidyllä on oikeus saada häntä koskevat henkilötiedot, jotka hän on 
toimittanut rekisterinpitäjälle, jäsennellyssä, yleisesti käytetyssä ja koneellisesti 
luettavassa muodossa, ja oikeus toimittaa kyseiset tiedot toiselle rekisterinpitäjälle 
sen rekisterinpitäjän estämättä, jolle tiedot on toimitettu, jos  
a) käsittely perustuu suostumukseen 6 artiklan 1 kohdan a alakohdan tai 9 artiklan 
2 kohdan a alakohdan nojalla tai sopimukseen 6 artiklan 1 kohdan b alakohdan 
nojalla; ja  
b) käsittely suoritetaan automatisoidusti.  
 
2 a. Tämän oikeuden käyttäminen ei kuitenkaan saa rajoittaa 17 artiklan 
soveltamista. Edellä 2 kohdassa tarkoitettua oikeutta ei sovelleta käsittelyyn, joka 
on tarpeen yleistä etua koskevan tehtävän suorittamista tai rekisterinpitäjälle 
kuuluvan julkisen vallan käyttämistä varten. 
 
	  	   27 
2 aa. Edellä 2 kohdassa tarkoitettua oikeutta ei sovelleta, jos henkilötietojen 
luovuttaminen loukkaisi teollis- ja tekijänoikeuksia kyseisten henkilötietojen 
käsittelyn yhteydessä.  
 
OSA-neuvoston yleisnäkemyksessä oikeutta saada tiedot itselleen sekä oikeutta siirtää 
tiedot järjestelmästä toiseen ei enää eroteta toisistaan sen perusteella, mihin tietojen 
käsittely perustuu ja onko rekisteröity antanut tiedot rekisterinpitäjälle itse. 18 artiklan 
mukainen oikeus kattaa vain sellaiset henkilötiedot, jotka rekisteröity on toimittanut 
rekisterinpitäjälle. Luovutettavien tietojen ulottuvuutta on siten rajattu komission 
ehdotukseen verrattuna kahdella tavalla: 1) luovutettavia ovat vain rekisteröidyn itsensä 
antamat tiedot ja 2) luovutettavien tietojen tulee täyttää henkilötietojen määritelmä. 
Tiedonsaantioikeus ei siten näyttäisi koskevan sellaisia tietoja, joita rekisterinpitäjä on 
kerännyt rekisteröidystä muista lähteistä ja muilla keinoilla kuin rekisteröidyltä itseltään.  
 
Sisällöltään muuttumattomana OSA-neuvoston yleisnäkemyksessä on säilynyt vaatimus 
tietojen käsittelyn perustumisesta suostumukseen tai sopimukseen. Toisin kuin komission 
ehdotuksessa, yleisnäkemyksessä luovutettavia tietoja on käsiteltävä yksinomaan 
suostumuksen tai sopimuksen perusteella: jos käsittely perustuu johonkin muuhun 
perusteeseen, ei rekisteröidyllä vaikuttaisi olevan mahdollisuutta saada itseään koskevia 
henkilötietoja 18 artiklan perusteella.  
 
Yleisnäkemyksen 18 artiklaa lukiessa on huomioitava, ettei artiklan sanamuoto velvoita 
rekisterinpitäjää siirtämään tietoja suoraan toiselle rekisterinpitäjälle: rekisteröidyllä on 
yleisnäkemyksen 18 artiklan 2 kohdan mukaan oikeus toimittaa rekisterinpitäjältä 
saamansa henkilötiedot toiselle rekisterinpitäjälle sen rekisterinpitäjän estämättä, jolle 
tiedot on alun perin toimitettu. Komission ehdotuksesta poiketen yleisnäkemyksen 
sanamuoto ei enää myöskään sisällä viittausta tietojen poistamiseen alkuperäiseltä 
rekisterinpitäjältä, vaan tiedot jäisivät myös alkuperäisen rekisterinpitäjän haltuun. 
Euroopan tietosuojavaltuutettu on suositellut, että rekisterinpitäjällä tulisi olla velvollisuus 
siirtää tiedot rekisteröidyn pyynnöstä toiselle rekisterinpitäjälle. Lisäksi rekisteröity voisi 
halutessaan toteuttaa siirron myös itse pyytämällä kopion henkilötiedoistaan 
rekisterinpitäjältä ja siirtämällä tiedot toiselle rekisterinpitäjälle.92 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  92	  European data protection supervisor, opinion 3/2015, s. 12 alaviite 34	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Yleisnäkemyksessä 18 artiklan oikeutta on rajattu kohtien 2 a ja 2 aa poikkeusperusteilla. 
OSA-neuvoston yleisnäkemyksen 18 artiklan 2a kohdan mukaan 18 artiklaa ei 
ensinnäkään sovellettaisi silloin, kun oikeuden käyttäminen rajoittaisi 17 artiklan mukaista 
oikeutta poistaa tiedot ja tulla unohdetuksi (right to erasure and to be forgotten).93 Oikeutta 
ei sovellettaisi myöskään sellaiseen käsittelyyn, joka on tarpeen yleistä etua koskevan 
tehtävän suorittamista tai rekisterinpitäjälle kuuluvan julkisen vallan käyttämistä varten. 
Kenties merkittävimpänä rajoituksista oikeutta ei yleisnäkemyksen 18 artiklan 2aa kohdan 
mukaan sovellettaisi myöskään silloin, jos henkilötietojen luovuttaminen loukkaisi teollis- 
ja tekijänoikeuksia kyseisten henkilötietojen käsittelyn yhteydessä. 
 
Komission ehdotuksesta poiketen OSA-neuvoston yleisnäkemyksessä ei enää varata 
komissiolle oikeutta täsmentää täytäntöönpanosäädöksillä luovutettavien tietojen sähköistä 
muotoa sekä henkilötietojen siirtämiseen liittyviä teknisiä standardeja, yksityiskohtaisia 
sääntöjä ja menettelyjä. Yhteisten teknisten standardien puuttuminen henkilötietojen 
siirrossa järjestelmästä toiseen saattaa käytännössä hidastaa ja hankaloittaa tietojen 
siirtämistä järjestelmästä toiseen etenkin silloin, kun rekisterinpitäjä ei ole velvoitettu 
suorittamaan siirtoa rekisteröidyn puolesta.  
 
Tiedonsaantioikeuden ulottuvuuden rajaamista komission ehdotusta kapea-alaisemmaksi 
on syytä pitää kyseenalaisena: sen piiristä on yleisnäkemyksessä rajattu sellaiset tiedot, 
joista rekisteröity ei monesti ole tietoinen ja jotka siten olisivat kattavan 
tiedonsaantioikeuden ja rekisteröidyn yksityisyyden suojan kannalta olennaisia. Myös 
Euroopan tietosuojavaltuutettu on todennut OSA-neuvoston yleisnäkemykseen viitaten, 
että artiklan 18 mukaisen oikeuden on ulotuttava myös muihin kuin rekisteröidyn itsensä 
antamiin tietoihin ollakseen tehokas.94  
 
Yleisen tietosuoja-asetuksen lopullinen sisältö ei tutkielmaa kirjoittaessa ole varmistunut, 
jolloin myös 18 artiklan lopullinen muoto jää avoimeksi. Rekisteröidyn oikeus saada 
rekisterinpitäjältä häntä koskevat henkilötiedot ja oikeus siirtää ne toiselle 
rekisterinpitäjälle on suppeanakin oikeutena toteutuessaan täysin uudenlainen rekisteröidyn 
oikeus Euroopan Unionin tietosuojasääntelyn historiassa.  Ero jäljempänä käsiteltävään 
tarkastusoikeuteen on merkittävä, vaikka ne päällisin puolin tarkasteltuna saattavat 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
93 Ks. oikeudesta poistaa tiedot ja tulla unohdetuksi esim. Sartor 2015 
94 European data protection supervisor, opinion 3/2015, s. 12 alaviite 34 
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vaikuttaa samankaltaisilta: kun artiklan 18 mukainen oikeus antaa rekisteröidylle oikeuden 
saada henkilötiedot itselleen, antaa tarkastusoikeus vain tietoa rekisterinpitäjän 
järjestelmiin tallennetuista tiedoista.95 
2.3  Omadatan tiedollinen määritelmä 	  
Edellä on tarkasteltu omadata-mallia kahden toisistaan poikkeavan, omadatan piirteitä 
tavalla tai toisella toteuttavan mallin avulla. Malleja tarkastellessa huomataan, että ne 
pyrkivät rajaamaan yksilölle annettavaa datan ulottuvuutta: Yhdistyneen kuningaskunnan 
mydata-mallissa luovutettavan datan tulee olla asiakassuhteessa syntynyttä dataa, kun taas 
yleisen tietosuoja-asetuksen 18 artiklan mukainen oikeus näyttäisi koskevan vain 
rekisteröidyn itsensä antamia henkilötietoja. Esitetyssä kontekstissa omadataan mallina 
näyttäisi kuuluvan myös yksilölle annettavan datan reunaehtojen määritteleminen. 
 
Seuraavassa jaksossa omadataa keskitytään tarkastelemaan tiedollisesta näkökulmasta. 
Osion tarkoituksena on selvittää, miten omadatan tiedollinen määritelmä suhtautuu 
lainsäädännön mukaiseen henkilötiedon määritelmään. 
2.3.1  Datalähtöinen ja systeeminen lähestymistapa 	  
Tässä tutkielmassa valitut termit, omadata-malli ja omadatan tiedollinen määritelmä, eivät 
ole ainoita esitettyjä vaihtoehtoja luokitella omadataa. Poikola, Kuikkaniemi ja Kuittinen 
ovat määritelleet omadatan sekä systeemisenä että datalähtöisenä kokonaisuutena. 
 
Systeemisen lähestymistavan puitteissa Poikola, Kuikkaniemi ja Kuittinen ovat 
painottaneet omadata-ajattelun lähtökohtina ihmiskeskeisyyttä, tiedon hyödynnettävyyttä 
ja liiketoimintamallien avautumista96, ja ovat näistä lähtökohdista määritelleet omadatan 
periaatteet: ensimmäisenä periaatteena Poikola, Kuikkaniemi ja Kuittinen mainitsevat 
yksilöiden oikeuden ja mahdollisuuden hallita omaa dataansa. Toisen periaatteen 
tarkoituksena on taata henkilötiedon kattava ja käytännöllinen saatavuus. Kolmannen 
periaatteen tavoitteena on hajauttaa henkilötiedon hallinta ja yhteentoimivuus. 97 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
95 Bräutigam 2012, s. 429 
96 LVM 2/2014 s. 10 
97 LVM 2/2014 s 19–21 
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Systeemisellä lähestysmistavalla pyritään kuvaamaan laajemmin henkilötiedon käsittelyn 
muutosta muun muassa teknologian ja periaatteiden muutosten kautta.98 
 
Omadataa voidaan Poikolan, Kuikkaniemen ja Kuittisen mukaan hahmottaa myös 
datalähtöisenä kokonaisuutena: Datalähtöisellä lähestymistavalla tarkoitetaan omadatan 
erottamista henkilötiedoista sellaiseksi osajoukoksi, joka toteuttaa omadataan liittyvät 
tiedon saatavuuden vaatimukset. Mikä tahansa tieto voi tällöin olla omadataa, jos se vain 
on henkilön saatavilla ja hallinnoitavissa.99 
 
Omadatan datalähtöiseen lähestymistapaan liittyy myös vaatimus siitä, että yksittäiseen 
datalähteeseen on taattu pääsy koneluettavan ohjelmointirajapinnan (Application 
Programming Interface, API), joka mahdollistaa eri ohjelmien keskinäisen 
kommunikoinnin ja tietojen vaihdon jopa reaaliaikaisesti. Vaatimus datan 
koneluettavuudesta liittyy ohjelmointirajapintojen tietojenvaihdon mahdollistamiseen.100 
 
Yhdistyneen kuningaskunnan lainsäädännön näkökulmasta omadata-malli hahmottuu 
lainsäädännön mahdollistamana viitekehyksenä, joka ei kuitenkaan tarjoa täysin aukotonta 
toimintatapaa datan luovuttamiseen: edellä on huomattu, että omadataa koskevat säädökset 
pyrkivät määrittelemään datan luovuttajan ja vastaanottajan välistä suhdetta sekä tiettyjä 
toimialoja, joilla dataa voidaan luovuttaa. Näin ollen Yhdistyneen kuningaskunnan 
mydata-malli sisältää systeemisiä piirteitä. Yhdistyneen kuningaskunnan omadataa 
koskevia säännöksiä tarkasteltaessa on kuitenkin huomattava, että datan luovuttamiseen 
velvoittavia säännöksiä annettaessa kyse ei olisi palvelun tai hyödykkeen tarjoajalle 
asetettavasta kaikenkattavasta velvollisuudesta luovuttaa asiakkaalle kaikki sen hallussa 
oleva data, joka jollakin tavalla koskettaa asiakasta. Velvollisuus luovuttaa dataa 
kuluttajalle syntyy vain silloin, kun kyseinen data täyttää ennalta määritellyt ehdot. 
Määriteltyihin ehtoihin kuuluisivat ainakin seuraavat piirteet: datan luovuttajan on 
toimittava tietyllä alalla, datan on synnyttävä ennalta määritellyssä asiakassuhteessa ja 
täytettävä ennalta määritellyn asiakasdatan vaatimukset. 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
98 LVM 2/2014, s. 11–12 
99 LVM 2/2014, s. 11–12 
100 Poikola, Kuikkaniemi ja Kuittinen esittävät myös muita teknisiä vaatimuksia omadatalle, jotka 
joudun tässä tutkimuksessa jättämään maininnan varaan. Datan tulisi ideaalitapauksessa olla 
standardoitua ja reaaliaikaista. Hallinnoinnin helppouden tulisi ulottua myös koneluettaviin 
käyttöselosteisiin ja yksityisasetuksiin, jotta omadatan hyödyntäminen olisi optimaalista. Ks. LVM 
2/2014, s. 27	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Euroopan unionin uudistuvaa tietosuojasääntelyä tarkastellessa huomataan, että komission 
ehdottamaa laajaa data portability -oikeutta on OSA-neuvoston yleisnäkemyksessä 
supistettu siten, että 18 artiklan säännökset koskevat lähinnä luovutettavan ja 
rekisterinpitäjältä toiselle siirrettävissä olevan datan ulottuvuutta.  
 
Voidaan todeta, että sekä Yhdistyneen kuningaskunnan että Euroopan unionin yleisen 
tietosuoja-asetuksen tarkastellut mallit painottavat luovutettavaa dataa osajoukkona 
rekisterinpitäjän tai muun dataa hallinnoivan tahon hallussa olevasta datasta. Omadatan 
tiedollinen määritelmä ei siten näyttäisi koskevan kaikkea yksilöstä tallennettua dataa, 
vaan olevan osajoukko henkilötiedosta. 
 
Poikola, Kuikkaniemi ja Kuittinen käyttävät omadata-mallia hahmottaessaan käsitettä 
henkilötieto ei-juridisessa merkityksessä ja perustelevat valintaansa sillä, että omadatan 
piirissä olisi syytä huomioida kaikki käytännöllinen, hyödynnettävissä oleva tieto.101 
Lainsäädännön näkökulmasta lähestymistapa on ongelmallinen, sillä lainmukaiset 
tiedonsaantioikeudet niin HeTiL:n kuin JulkisuusL:n piirissä kytkeytyvät henkilötiedon 
juridiseen käsitteeseen. Seuraavassa käsitellään tarkemmin henkilötiedon käsitettä 
juridisessa merkityksessä. 
2.3.2  Henkilötietoa vai omadataa? 
 
Niin arkikielessä kuin informaatio-oikeudellisessa tutkimuksessa käytetään usein 
rinnakkain käsitteitä tieto (knowledge) ja informaatio (information). Arkikielessä käsitteet 
ovat merkitykseltään hyvin samankaltaisia. Käsitteissä on kuitenkin eroja: informaatio 
edellyttää yleensä tiedon siirtämistä tai viestimistä, kun taas tieto ei sitä edellytä. Ihminen 
voi tietää tai olla tietämättä jotakin ilman, että tietoa siirretään tai välitetään. Informaation 
viestiminen voidaan myös käsittää materian muotoamisena tai muodon siirtämisenä. Tieto 
ei puolestaan välttämättä liity muotoon tai hahmoihin, vaan viittaa itsensä ulkopuolelle. 
Tietorakenteet kertovat asioiden suhteista toisiinsa. 102  Tietoon liittyy myös toisistaan 
poikkeavia merkityssisältöjä: tieto voi olla tietosisältöä, tiedon esitys tai tiedon 
aineellistuma.103 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
101 LVM 2/2014, s. 12 
102 Vuorensyrjä, Savolainen 2000, s. 82–87 
103 Korpela 2009, s. 198 
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HeTiL perustuu pitkälti henkilötiedon käsitteelle. Eurooppalainen tietosuojalainsäädäntö, 
esimerkkinä tietosuojadirektiivi, on omaksunut käsitteen personal data.104 HenkRekL:n 
tultua voimaan ei käsitettä käännetty sen korvanneessa HeTiL:ssa toisin, eikä HeTiL:n 
esitöissä ole perusteltu käännöstä. Voimassa olevan terminologian säilyttäminen 
lainsäädännön soveltamisen selkeyden kannalta lienee selvin peruste. Lisäksi henkilödata 
käsitteenä saattaa antaa henkilötiedoista liian tietotekniikkakeskeisen vaikutelman.105 Tieto 
ja data eivät kuitenkaan ole toistensa vastinpareja. 
 
Datan ja tiedon käsitteitä käytetään monesti toistensa synonyymeina. Etenkin tieteellisessä 
tutkimuksessa, myös oikeustieteessä, datalla tarkoitetaan monesti tiettyä informaation 
luokkaa. Erityisesti tietojenkäsittelytieteessä data voidaan kuitenkin erottaa informaatiosta: 
datalla viitataan tyypillisesti symboleihin ja muihin merkkeihin, jotka viestivät tietystä 
informaatiokokonaisuudesta. Data vaatii tulkitsijan ja formalisaation ennen kuin siitä tulee 
informaatiota. 106   Tietojenkäsittelyssä ensisijainen käsittelyn kohde on yleensä data. 
Silloin, kun dataan kohdistuu oikeuksia, on useimmiten kyse informaatiosta. Mikä tahansa 
data voi kuitenkin tulkinnan avulla muodostua tulkitsijalleen tai muille osapuolille 
merkittäväksi informaatioksi. Datan tulkitsemisen mahdollisuudet asettavat 
kyseenalaiseksi keskustelun tiedonsaantioikeuksista.107  
 
Yksilöön tavalla tai toisella linkittyvän datavirran syntyä voidaan hahmottaa Shadboltin 
esittämällä kolmijaolla. Ensimmäinen kategoria syntyy yksilöiden eksplisiittisesti 
tuottamasta datasta, kuten julkaisuista sosiaalisen median palveluissa, hakusanoista ja 
lähetetyistä sähköposteista. Toinen kategoria koskee käyttäjien implisiittisesti tuottamaa 
dataa, joka syntyy prosessissa, josta käyttäjä on yleensä tietoinen toiminnastaan mutta ei 
välttämättä datan syntymisestä prosessin yhteydessä. Kolmas kategoria liittyy dataan, 
jonka syntymistä käyttäjä ei tiedosta, jolloin dataa tallentaa kolmas osapuoli.108 Etenkin 
yksilöön liittyessään tiedon, informaation ja datan käsitteet eivät siten välttämättä kerro 
määritelmällisesti niiden sisällöstä ja arvosta yksilölle – vielä vähemmän siitä, voiko tieto, 
data tai informaatio olla lainmukaisten tiedonsaantioikeuksien kohteena. 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
104 Ks. tietosuojadirektiivi englanniksi: http://eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:31995L0046:en:HTML 
105 Tietosuojadirektiivin käsite data subject on käännetty HeTiL:ssa rekisteröidyksi. Myös tämä 
käännös voidaan kyseenalaistaa, kenties jopa vahvemmin kuin henkilötiedon käsite. 
106 Bygrave 2013, s. 28 
107 Korpela 2009, s. 199–201 
108 Shadbolt 2013, s. 202–203	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2.3.3  Henkilötiedon käsite henkilötietolaissa 
 
Edellä on havaittu, että omadata voidaan määritellä joko datalähtöisesti tai systeemisesti; 
tai, tämän tutkielman valittua lähestymistapaa käyttäen, jakamalla omadata malliin ja 
tiedolliseen käsitteeseen. Omadatan tiedollisesta määritelmästä puhuttaessa lähtökohdaksi 
voidaan ottaa ennalta määritelty joukko datasubjektia koskevista tiedoista, jolloin puhutaan 
datalähtöisestä näkökulmasta. Omadata-keskustelun sisäisen määrittelyn lisäksi on syytä 
huomioida myös lainsäädännön näkökulma henkilötiedon käsitteeseen. 
 
HeTiL:n soveltamisalaan kuuluvat vain sellaiset tiedot, jotka täyttävät henkilötiedon 
määritelmän. Henkilötiedon määritelmä annettiin ensi kerran HenkRekL 2 § 1 kohdassa: 
henkilötiedolla tarkoitettiin henkilön taikka henkilön ominaisuuksien tai elinolosuhteiden 
kuvausta, joka voidaan tunnistaa tiettyä luonnollista yksityistä henkilöä tai hänen 
perhettään tai hänen kanssaan yhteisessä taloudessa eläviä koskevaksi. HenkRekL:n 
esitöissä henkilötiedon määritelmä liitettiin etenkin yksityiselämän piiriin kuuluviin 
tietoihin. HenkRekL:n tulkintakäytäntö muodostuikin sellaiseksi, että sellaiset tiedot, jotka 
koskivat henkilöä muussa ominaisuudessa kuin yksityishenkilönä, eivät kuuluneet 
henkilötiedon soveltamisalaan. Näin ollen esimerkiksi ammatin- tai elinkeinonharjoittajana 
tai julkisessa tehtävässä toimivat henkilöt eivät välttämättä olleet kaikilta osin HenkRekL:n 
soveltamisalan piirissä.109   
 
Olennaista määritelmässä oli myös henkilön tunnistettavuus: rekisteröity tieto ei ole 
henkilötieto, vaikka se kuvaisikin tietyn henkilön ominaisuuksia tai elinolosuhteita, jos 
tietoa ei voida tunnistaa tiettyä henkilöä koskevaksi.  Tunnistettavuus edellyttää esitöiden 
mukaan jonkinlaista tunnistetietoa, joka yleensä on esimerkiksi nimi tai henkilötunnus. 
HenkRekL:n määritelmän mukaisesti henkilötiedon ei tarvinnut olla yhdistettävissä 
yksilöityyn henkilöön, vaan myös rekisteröidyn perheen tai yhteisessä taloudessa elävän 
henkilön tunnistettavuus teki rekisteröidystä tiedosta henkilötiedon. Esimerkiksi 
luottokortin käyttöhistoriaa koskevat tiedot voivat olla tällaisia tietoja.110 Henkilötiedon 
piiriin kuuluvat tiedot voivat olla tunnistetietojen ohella esimerkiksi arvostelman luonteisia 
kuvauksia, tietoja omistus- tai asuinolosuhteista tai kulutustottumuksista.111 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
109 HE 96/1998 vp, s. 34–35 
110 HE 49/1986 vp, s. 23 
111 Ibid. 
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HenkRekL:n mukainen henkilötiedon määritelmä muutettiin tietosuojadirektiiviä 
vastaavaksi HeTiL:n säätämisen yhteydessä. HeTiL:n määritelmän mukaan henkilötiedolla 
tarkoitetaan kaikenlaisia luonnollista henkilöä taikka hänen ominaisuuksiaan tai 
elinolosuhteitaan kuvaavia merkintöjä, jotka voidaan tunnistaa häntä tai hänen perhettään 
tai hänen kanssaan yhteisessä taloudessa eläviä koskeviksi (HeTiL 3.1.1 §). Säännös 
muutti henkilötiedon määritelmää siten, että henkilötiedolla tarkoitetaan HeTiL:n mukaan 
kaikkia tietoja, jotka koskevat luonnollisia henkilöitä. Henkilötiedon määritelmä ei siten 
enää edellytä, että tieto koskisi luonnollista yksityistä henkilöä. 
 
Tietosuojalautakunta on todennut, että HeTiL:n käsite luonnollisesta henkilöstä kattaa 
myös kuollutta henkilöä koskevat tiedot. 112  Luonnollisen henkilön vaatimus 
lähtökohtaisesti sulkee lain soveltamisalan ulkopuolelle yritykset ja muut 
oikeushenkilöt.113 
 
Yksityisen henkilön rooliin perustuvasta jaottelusta ei kuitenkaan täysin luovuttu, vaan 
myös HeTiL:n soveltamisalaa määritettäessä henkilötietojen käsittelyyn voi vaikuttaa se, 
missä roolissa henkilötietojen kohde on ollut ja onko hän myötävaikuttanut 
henkilötietojensa käsittelyyn. Soveltamisalaan voi vaikuttaa myös se, missä yhteydessä 
henkilötietoja käsitellään ja missä roolissa henkilötietojen käsittelyn kohteena ollut henkilö 
on ollut. Esimerkkinä voidaan mainita HeTiL 12 §:ssä säädetyt poikkeukset 
arkaluonteisten tietojen käsittelykiellosta: vaikka HeTiL:n pääsääntö on arkaluonteisten 
henkilötietojen käsittelykielto, arkaluonteisia tietoja voidaan kuitenkin käsitellä 
esimerkiksi silloin, kun tiedon käsittely koskee sellaisen henkilön yhteiskunnallista, 
poliittista tai uskonnollista vakaumusta tai ammattiliittoon kuulumista koskevaa tietoa, 
jonka rekisteröity on itse saattanut julkiseksi (HeTiL 12.1.2 §). Henkilötiedoiksi 
miellettyjen tietojen suoja ei siten ole riippumaton niistä olosuhteista, joissa tietoja 
käsitellään.  
 
HeTiL:ssa henkilötiedolla tarkoitetaan henkilön ominaisuuksia tai olosuhteita kuvaavia 
merkintöjä. Muutoksella haluttiin korostaa sitä, että henkilötieto voi olla 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
112 TSL 2.4.2001 3/2001. Asia ei kuitenkaan ole kiistaton: esimerkiksi tietosuojatyöryhmä on 
todennut, että kuolleita koskevat tiedot eivät lähtökohtaisesti ole henkilötietoja. Vainajaa koskevat 
tiedot voivat kuitenkin saada suojaa epäsuorasti. Ks. WP 136, s. 22 
113 Vanto 2011, s. 22	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teknologianeutraalisti mille tahansa alustalle millä tahansa keinoin talletettu tieto. 114  
Vaikka henkilötiedon määritelmä on lähtökohtaisesti teknologianeutraali, HeTiL:a 
säädettäessä ei ole voitu ennakoida teknologian kehityksen viime vuosina tuomia uusia 
tilanteita ja toimintatapoja, jotka vaikuttavat myös henkilötiedon käsitteen 
määrittelemiseen. Henkilötiedon käsitettä tulisi tämän vuoksi tulkita pikemminkin laajassa 
kuin suppeassa merkityksessä, mikäli käsitteen soveltuvuudesta henkilöä koskeviin 
tietoihin on epäselvyyttä.115 
2.3.4  Tietosuojatyöryhmän lausunto henkilötiedon käsitteestä 	  
Edellä on lyhyesti käsitelty HeTiL:n henkilötiedon legaalimääritelmää. 
Henkilötietolainsäädännön soveltumisen kulmakivenä on henkilön tunnistettavuus tiedon 
perusteella: yksinkertaistettuna voidaan todeta, että mikäli henkilö on tunnistettavissa 
tiedosta, HeTiL soveltuu henkilötiedon käsittelyyn. Henkilötiedon määritelmä merkitsee 
epäsuorasti tietosuojalainsäädännön soveltamisalan määrittämistä.116 
 
Euroopan unionin yksilöiden suojelua henkilötietojen käsittelyssä käsittelevä työryhmä 
(jäljempänä tietosuojatyöryhmä) on julkaissut vuonna 2007 lausunnon henkilötietojen 
käsitteestä. 117  Direktiivi on saatettu Suomessa voimaan HeTiL:lla, joten 
tietosuojatyöryhmän lausuntoa voidaan soveltaa myös HeTiL:ia tulkittaessa. Lausunnon 
tavoitteena on edesauttaa yhtenäisen henkilötiedon käsitteen syntymistä.118 Lausunnon 
pohjana on Euroopan unionin tietosuojadirektiivin 2 artiklan a-kohtaan sisältyvä 
henkilötiedon määritelmä, joka kuuluu seuraavasti: 
 
“‘henkilötiedoilla’ [tarkoitetaan] kaikenlaisia tunnistettua tai 
tunnistettavissa olevaa luonnollista henkilöä (‘rekisteröity’) koskevia tietoja; 
tunnistettavissa olevana pidetään henkilöä, joka voidaan suoraan tai 
epäsuorasti tunnistaa, erityisesti henkilönumeron taikka yhden tai useamman 
hänelle tunnusomaisen fyysisen, fysiologisen, psyykkisen, taloudellisen, 
kulttuurillisen tai sosiaalisen tekijän perusteella”. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
114 HE 96/1998 vp, s. 35 
115 Laaja tulkinta on samoista syistä puollettavissa myös henkilörekisterin käsitteen tulkinnassa. Ks. 
Pitkänen, Tiilikka, Warma 2013, s. 40, sekä Vanto 2011, s. 22.  
116 WP 136, s. 3 
117 WP 136	  
118 WP 136, s. 3 
	  	   36 
 
Tietosuojatyöryhmä piti henkilötiedon määritelmässä tärkeimpänä neljää eri kriteeriä, jotka 
ovat "kaikenlaiset tiedot", "koskeva", "tunnistettu tai tunnistettavissa oleva" sekä 
"luonnollinen henkilö".119 Luonnollisen henkilön käsitettä on käsitelty edellä kappaleessa 
2.3.3. Seuraavassa käsitellään kolmea ensimmäistä kriteeriä. 
“Kaikenlaisilla tiedoilla” voidaan viitata sekä tiedon luonteeseen että sen sisältöön. 
Henkilötieto voi olla luonteeltaan sekä subjektiivista että objektiivista. Myös väärät ja 
varmentamattomat tiedot ovat henkilötietoa. Tiedon sisältö viittaa tietosuojatyöryhmän 
mukaan siihen, että mitä tahansa tietoa ilmaiseva tieto voi olla henkilötietoa. Henkilötiedon 
määritelmä soveltuu myös arkaluonteisiin tietoihin120 eikä ole riippuvainen siitä asemasta, 
jossa henkilö kulloinkin toimii – esimerkiksi kuluttajaa, työntekijää, potilasta ja asiakasta 
koskevat tiedot ovat yhtäläisesti henkilötietoja. Henkilötiedon määritelmä ei rajoitu 
myöskään sen esitystapaan tai alustaan, jolle henkilötieto on tallennettu, sillä 
tietosuojadirektiivi soveltuu automaattiseen tietojenkäsittelyyn. Automaattisen 
tietojenkäsittelyn vaatimus ei kuitenkaan edellytä henkilötietojen tallentamista 
järjestelmällisiin tietokantoihin tai tiedostoihin, vaan myös sähköisiin asiakirjoihin tai 
sähköpostiviesteihin voi sisältyä henkilötietoa. Myös biometriset tiedot, kuten sormenjäljet 
tai verkkokalvon rakennekuva, ovat henkilötiedon määritelmän piirissä.121 
 
Toisella osatekijällä, “koskeva”, voidaan erottaa, millä suhteilla ja yhteyksillä on 
henkilötiedon määritelmän kannalta merkitystä. Lausunnossaan tietosuojatyöryhmä katsoi 
henkilötiedon lähtökohtaisesti koskevan henkilöä, kun tieto kertoo hänestä. Esimerkiksi 
henkilön potilastietoihin kirjatut tiedot kertovat hänestä. Tieto voi koskea henkilöä myös 
epäsuorasti. Esimerkiksi ihmisen toimenpiteitä edellyttävän koneen prosessien tai 
tapahtumien analysoinnin tulosten voidaan joskus katsoa koskevan henkilöä siten, että 
henkilötiedon määritelmän kriteerit täyttyvät.122 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
119 WP 136, s. 6 
120 Arkaluonteisten tietojen, kuten rotua tai etnistä alkuperää, poliittisia mielipiteitä, uskonnollista 
tai filosofista vakaumusta tai ammattiliittoon kuulumista, sekä terveyttä ja seksuaalista 
käyttäytymistä koskevien tietojen käsittely on tietosuojadirektiivin 8 artiklan mukaan 
lähtökohtaisesti kielletty. Myös esimerkiksi sähköiseen viestintään liittyviä liikenne- ja 
paikkatietojen käsittelyyn sovelletaan lähtökohtaisesti tiukempia säännöksiä. Ks. Euroopan 
parlamentin ja neuvoston direktiivi 2002/58/EY henkilötietojen käsittelystä ja yksityisyyden 
suojasta sähköisen viestinnän alalla (sähköisen viestinnän tietosuojadirektiivi) 6 ja 9 artikla.	  
121 WP 136, s. 6–9 
122 WP 136, s. 9 
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Tietosuojatyöryhmä on todennut, että jotta tieto koskisi tiettyä henkilöä, on tilanteeseen 
liityttävä sisältö-, tarkoitus- tai tulostekijä. Sisältötekijällä tarkoitetaan tilannetta, jossa 
tieto tyypillisimmin kertoo jotakin henkilöstä: henkilöstä annetaan tietoja, eikä merkitystä 
anneta sille, mikä tarkoitus rekisterinpitäjällä tai sivullisella on, tai miten tieto vaikuttaa 
rekisteröityyn. Tarkoitustekijällä puolestaan tarkoitetaan tilannetta, jossa 
yksittäistapauksen piirteiden arvioinnin jälkeen todetaan, että tietoa käytetään tai 
todennäköisesti käytetään siten, että tarkoituksena on arvioida tai kohdella henkilöä tietyllä 
tavalla. Tieto voi koskea henkilöä myös tulos-tekijän perusteella, jolloin tietojen käsittely 
voi vaikuttaa henkilön oikeuksiin ja etuihin.123  Riittävää on, että henkilöä potentiaalisesti 
kohdellaan eri tavoin tietojen käsittelyn seurauksena. Tietosuojatyöryhmä totesi, että 
tekijät eivät ole kumulatiivisia, vaan jo yksi vaihtoehtoinen tekijä riittää siihen, että tietojen 
katsotaan koskevan tiettyä henkilöä. Tiedon ei myöskään tarvitse keskittyä henkilöön 
ollakseen tätä koskevaa henkilötietoa: tieto voi koskea useaa henkilöä samanaikaisesti. 124  
 
Käytännössä tarkoitus- ja tulostekijöiden olemassaoloa lienee hankala osoittaa 
aukottomasti. Sen sijaan jonkinlaisen sisältötekijän kriteeri täyttynee henkilötietoja 
tarkastellessa useimmiten. 
 
Kolmas henkilötietojen määritelmän kannalta olennainen kriteeri on, että henkilön tulee 
olla tunnistettu tai tunnistettavissa henkilötiedon perusteella. Tunnistamisen pohjana ovat 
pääsääntöisesti tunnisteet, jotka voivat olla sekä ulkoisia piirteitä tai ulospäin 
näkymättömiä ominaisuuksia. Henkilötietoja ovat tietosuojadirektiivin 2 artiklan a kohdan 
määritelmän mukaisesti sekä sellaiset tiedot, joiden perusteella henkilö on tunnistettu, 
mutta myös mahdollisuus henkilön tunnistamiseen riittää. 125 
 
Direktiivin 2 artiklan a kohdan mukaan henkilö voi olla tunnistettavissa suoraan tai 
epäsuorasti. Yleisin suoran tunnistamisen mahdollistava tunniste on nimi. Epäsuora 
tunnistus tapahtuu yleensä useita henkilölle ominaisia tunnisteita yhdistelemällä. Tällöin 
tunnistaminen on mahdollista, vaikka yksittäinen tunniste ei sitä sallisikaan. 
Tietosuojadirektiivin 2 artiklan a kohdan mukaan epäsuora tunnistaminen voi tapahtua 
“erityisesti henkilönumeron taikka yhden tai useamman hänelle tunnusomaisen fyysisen, 	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fysiologisen, psyykkisen, taloudellisen, kulttuurillisen tai sosiaalisen tekijän perusteella.” 
Usein esimerkiksi henkilökohtaisen tietokoneen käyttäjä voidaan tunnistaa analysoimalla 
koneen käyttäytymistä.126 
 
Tietosuojatyöryhmän mukaan henkilön tunnistettavuuden mahdollisuuden tulee olla 
todellinen, ei pelkkä hypoteesi. 127  Tietosuojadirektiivin johdannon 26 kappaleessa 
henkilötiedon tunnistettavuudesta todetaan, että henkilön tunnistettavuutta arvioitaessa 
“olisi otettava huomioon kaikki kohtuullisesti toteutettavissa olevat keinot, joita joko 
rekisterinpitäjä tai joku muu voi kyseisen henkilön tunnistamiseksi käyttää”.  
 
Tietosuojatyöryhmän mukaan tunnistettavuutta arvioidessa tulee tunnistamisen 
kustannusten lisäksi ottaa huomioon muun muassa tietojenkäsittelyn kapasiteetti sekä 
rekisteröidylle tunnistamisesta aiheutuva vaara. Myös tekniikan kehittyminen 
tulevaisuudessa ja tietojenkäsittelyn aikana tulisi ottaa huomioon. Tekniikan kehittymisen 
huomioiminen on suorassa yhteydessä tietojen säilytysaikaan: mikäli tietoja on tarkoitus 
säilyttää esimerkiksi 10 vuotta, tulee rekisterinpitäjän huomioida tunnistamisen 
mahdollisuus koko säilytysajan. Tunnistamiseen liittyvät seikat tulee siten ottaa huomioon 
dynaamisesti. 128  Myös rekisterinpitäjän tarkoitus tietojen käsittelylle voi olla osoitus 
tunnistettavuudesta ainakin silloin, kun rekisterinpitäjän toiminta edellyttää henkilön 
tunnistamista ollakseen rekisterinpitäjän kannalta järkevää.129 
 
Tietosuojatyöryhmän lausuntoa tulkittaessa on huomioitava, että työryhmän lausunnot ovat 
ohjeellisia; ne eivät sido Euroopan Unionin tuomioistuinta eivätkä unionin jäsenmaiden 
tuomioistuimia. Näin ollen tietosuojatyöryhmän lausunnosta ei voi muodostaa käsitystä 
henkilötiedon käsitteen tulkinnasta Euroopan Unionin jäsenmaissa. Tämä johtaa myös 
siihen, että yksittäiset dataa käsittelevät tahot eivät välttämättä perusta toimintaansa 
lausunnossa esitetyille kannoille.130 
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2.3.5  Anonyymiä omadataa? 
 
Rajanveto henkilötiedon ja muun tiedon välillä ei ole aina tarpeellista: joskus tieto voi 
vaikuttaa luonteeltaan niin ei-henkilökohtaiselta, ettei henkilötiedon määritelmää 
lähtökohtaisesti sovelleta. Esimerkiksi automaattisesti toimivalla laitteistolla mitatut 
säätiedot voivat oletusarvoisesti olla luonteeltaan muuta tietoa kuin 
henkilötietoa. 131 Tietosuojalainsäädännön tehtävänä voidaan pitää rekisteröidyn 
henkilötietojen suojaamista, mikä edellyttää rekisteröidyn ja henkilötiedon määrittämistä. 
Mahdollisuus rekisteröidyn tunnistamiseen muodostaa pohjan sille käsitykselle, mitä 
tietoja voidaan pitää henkilötietona.132 
 
Kansainvälistä, anonymisointia koskevaa lainsäädännöllistä kehikkoa ei ole olemassa. 
Useimmiten yksityisyyden suojaa turvaava lainsäädäntö saattaa kuitenkin sisältää 
säännöksiä myös anonymisoinnista. 133  Seuraavassa tarkastellaan erityisesti 
tietosuojadirektiivin säännöksiä anonymisoidusta tiedosta. Tietosuojadirektiivin johdannon 
26 kappaleen mukaan tietosuojaa koskevia periaatteita ei sovelleta tietoihin, jotka ovat 
anonymisoituja. Anonymisoinnilla tarkoitetaan direktiivin johdannon 26 kappaleen 
mukaan tiedon tekemistä anonyymiksi siten, ettei rekisteröity ole enää tunnistettavissa.  
 
Anonymisoinnin voidaan katsoa aina olevan tietoisen toiminnan seurausta. 134   Jotta 
anonymisointi olisi tehokasta, sen tulee myös olla peruuttamatonta. Tietosuojadirektiivi 
painottaakin anonymisointitekniikoiden sijaan anonymisoinnin lopputulosta: 
anonymisoinnin jälkeen henkilötiedon tulee olla sellaisessa muodossa, ettei henkilöä voida 
tunnistaa kohtuullisesti toteutettavissa olevin keinoin.135 Riittävän anonymisoinnin tason 
määrittäminen direktiivin soveltamisen poissulkemiseksi ei kuitenkaan ole 
yksinkertaista.136 Tasapainon saavuttaminen tosiasiallisesti anonyymin tiedon ja toisaalta 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
131 Ibid. 
132 Salokannel 2014, s. 101 
133 Weber, Heinrich 2012, s. 23–24 
134 Henkilötiedon anonymisoinnin prosessissa on kaksi vaihetta, jotka ovat henkilötiedon 
varsinaisen anonymisoinnin toteuttaminen sekä anonyymin tiedon julki tuominen tai muu käsittely. 
Jos pelkkä tiedon anonymisoinnin toteuttaminen nähdään henkilötietojen käsittelynä, on 
anonymisointi ainakin osittain henkilötietolainsäädännön piirissä.	  Kuan Hon, Millard, Walden 
2011, s. 214 
135 WP 216, s. 5–6 
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henkilötiedon käsittelyn tarkoituksen kannalta tarpeellisten tietojen säilyttämisen välillä on 
haasteellista.137 
 
Henkilötiedon anonymisointi voidaan toteuttaa monin tavoin, esimerkiksi poistamalla tai 
muokkaamalla henkilötiedon tunnistetietoja. Henkilötieto voidaan myös pseudonymisoida, 
jolloin henkilötiedon suora tunniste korvataan koodilla. Usein henkilötieto anonymisoidaan 
tai pseudonymisoidaan vain osittain, jolloin osa tiedosta säilyttää alkuperäisen muotonsa. 
Henkilön tunnistettavuutta arvioidessa tulee tietosuojadirektiivin 2 artiklan a kohdan sekä 
tietosuojatyöryhmän lausunnon perusteella huomioida sekä suoran että epäsuoran 
tunnistamisen mahdollisuus. Pelkkien suorien tunnistetietojen muokkaaminen tai 
poistaminen ei siten välttämättä poista henkilön tunnistettavuutta. Myös epäsuorat 
tunnisteet saattavat etenkin toisiinsa yhdisteltynä mahdollistaa anonyymiltä vaikuttavan 
tiedon liittämisen tiettyyn henkilöön. 138  Erityisesti eri sosiaalisen median palveluista 
kerätty data voi anonymisoitunakin olla helposti yhdistettävissä takaisin henkilöön, mikäli 
vertailukohteena käytetään toisen sosiaalisen media palvelusta kerättyä dataa139.  
 
Anonymisaatio mahdollistaa anonymisoidun henkilötiedon luovuttamisen myös muille 
kuin sille henkilölle, jota tieto on ennen anonymisaatiota koskenut. Henkilötietoa voidaan 
ensinnäkin luovuttaa täysin kolmansille osapuolille: anonymisoitua dataa voidaan 
esimerkiksi myydä eteenpäin tai käyttää tutkimustoiminnassa. Anonymisoitua dataa 
voidaan myös jakaa laajemmalle yleisölle. Anonymisointi voi myös olla tarpeen myös 
suurten organisaatioiden sisällä, jossa henkilön yksityisyyden suojaaminen saattaa 
edellyttää tunnistetietojen poistamista.140 Toisaalta tehokkaasti toteutettu anonymisointi 
rajaa tiedon henkilötiedon määritelmän ulkopuolelle. Mikäli henkilö haluaisi tällöin 
käyttää tietosuojalainsäädäntöön perustuvia tiedonsaantioikeuksiaan, ei rekisterinpitäjällä 
ole enää velvollisuutta luovuttaa tietoja rekisteröidylle. Anonymisointi saattaa siten 
aiheuttaa tilanteen, että henkilötietojaan rekisterinpitäjälle antanut henkilö ei enää ole itse 
oikeutettu luovuttamiinsa tietoihin, mutta esimerkiksi organisaation sisäiset tiedonsiirrot 
ovat sallittuja ilman tietosuojalainsäädännön asettamia rajoituksia. 
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Anonymisaatiotekniikoiden käyttäminen henkilötietojen käsittelyssä on laajalti hyväksytty 
käytäntö henkilöiden yksityisyydensuojan turvaamiseksi niin viranomaisten kuin 
yksityisten tahojen, kuten yritysten, keskuudessa. 141  Yksityisyyden suojaa turvaava 
lainsäädäntö on maailmanlaajuisesti pitkään luottanut anonymisaatioon saavuttaakseen 
mahdollisimman vapaan tiedon ja datan liikkuvuuden heikentämättä yksityisyyden 
suojaa 142 : yksityisyyden suojaa turvaavat säädökset olettavat, että anonymisaatio on 
tehokas tapa toteuttaa henkilötietojen suojaa.143 
 
Anonymisaation tekniikat voivat olla tehokkaita ja lähes mahdottomia murtaa, mutta ne 
eivät enää nykypäivänä suojaa yksityisyyttä tarkoituksensa mukaisella tavalla. 144 
Anonymisoitu tieto on usein yhdistettävissä takaisin käyttäjäänsä, jolloin yksilön 
yksityisyyden suoja saattaa heikentyä merkittävästi. Voitaneen todeta, ettei voimassa oleva 
eurooppalainen tietosuojasääntely myöskään tunnista anonymisoidun tiedon arvoa 
rekisteröidylle. Esimerkiksi Euroopan tietosuojavaltuutettu on todennut, että uudessa 
tietosuoja-asetuksessa tulisi tehokkaammin huomioida yksilöiden omiin tietoihinsa myös 
silloin kun kyse on pseudonymisoidusta tiedosta.145 
3  Tarkastusoikeus ja julkisuusperiaate omadatan toteutuksessa 
 
Kansainvälisesti henkilötietojen suojaamisen tarpeellisuuteen havahduttiin toisen 
maailmansodan jälkeen. Vuonna 1948 YK:n ihmisoikeuksien yleismaailmallisessa 
julistuksen 12 artiklassa taattiin ensimmäistä kertaa jokaisen oikeus lain suojaan 
puuttumista yksityiselämään, perheeseen, kotiin tai kirjeenvaihtoon sekä kunniaan ja 
maineeseen puuttumista vastaan. Julkilausuma vaikutti myöhemmin 
ihmisoikeusinstrumenttien kehittymiseen myös Euroopassa. 146 Euroopan neuvoston 
ministerikomitea antoi vuosina 1973–1974 julkilausumat henkilötietojen suojan 
periaatteista koskien erikseen sekä yksityistä että julkista sektoria. 147  Vuonna 1980 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
141 Ohm 2010, s. 1710–1711 
142 Ohm 2010, s. 1731–1732 
143 Ohm 2010, s. 1740 
144 Ohm 2010, s. 1716 
145 European data protection supervisor, opinion 3/2015, s. 5 
146 European data protection handbook 2014, s. 14 
147 Euroopan neuvoston ministerikomitean julkilausuma (73) 22 henkilöiden yksityisyyden 
suojelusta yksityissektorin sähköisten tietopankkien yhteydessä, 26. syyskuuta 1973; Euroopan 
	  	   42 
taloudellisen yhteistyön ja kehityksen järjestö OECD antoi ohjeet, jotka koskevat 
yksityisyyden suojaa ja henkilötietojen rajat ylittävää siirtoa (OECD:n 
tietosuojasuositus).148 Seuraavana vuonna, 1981, Euroopan neuvoston tietosuojasopimus149 
avattiin allekirjoitettavaksi. Tietosuojasopimus on ainoa kansainvälisesti ja oikeudellisesti 
sitova instrumentti tietosuojan alalla.150 
 
EU:ssa tietosuojaa säännellään pääasiallisesti tietosuojadirektiivillä. Tietosuojadirektiivin 1 
artiklan mukaan direktiivin tavoitteena on, että jäsenvaltiot turvaavat henkilötietojen 
käsittelyssä yksilöille heidän perusoikeutensa ja -vapautensa sekä erityisesti heidän 
oikeutensa yksityisyyteen. Jäsenvaltiot eivät voi rajoittaa tai kieltää henkilötietojen vapaata 
liikkuvuutta jäsenvaltioiden välillä syistä, jotka liittyvät yksityisyydensuojaan tai 
perusoikeuksien ja -vapauksien suojaamiseen. Direktiivin 3 artiklan mukaan direktiiviä 
sovelletaan sekä henkilötietojen manuaaliseen että automaattiseen tietojenkäsittelyyn. 
Direktiiviä ei kuitenkaan sovelleta sellaiseen toimintaan, joka ei kuulu yhteisöoikeuden 
soveltamialaan. Sitä ei myöskään sovelleta sellaiseen henkilötietojen käsittelyyn, jonka 
luonnollinen henkilö suorittaa yksinomaan henkilökohtaisessa tai kotitalouttaan 
koskevassa toiminnassa. 
 
Henkilötietoja on Suomessa alettu suojata lailla esimerkiksi Ruotsiin verrattuna 
myöhään.151 Henkilötietojen suojaamisen tarve nousi Suomessa ensimmäisen kerran esille 
1970-luvulla. 152  Ensimmäinen henkilörekistereiden perustamista ja käyttöä koskeva 
yleislaki, HenkRekL, tuli kuitenkin voimaan lähes kaksi vuosikymmentä myöhemmin, 
vuosina 1988–1989.  
 
Henkilörekisterilainsäädäntö muutti tavan, jolla yksilön oikeutta omiin tietoihinsa 
suojattiin. Yksilöt saivat HenkRekL:n myötä paremman oikeuden päättää omien tietojensa 
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käytöstä. 153  HenkRekL:lla perustettiin myös tietosuojaa valvovia 
viranomaisorganisaatioita.154  
 
Ennen vuoden 1995 hallitusmuotoa henkilötietoja ei suojattu perusoikeussäännöksissä. 
Suomessa tietosuojadirektiivi on saatettu voimaan HeTiL:lla, jota säädettäessä paitsi 
muutettiin HenkRekL tietosuojadirektiiviä vastaavaksi, myös huomioitiin vuoden 1995 
perusoikeusuudistuksen myötä perusoikeuden aseman saanut yksityiselämän suoja.155 
3.1  Yksilön oikeus tietoon 
 
Yksilön suoja yksilöä koskevaa informaatiota käsiteltäessä on perinteisesti ollut 
riippuvainen salassapitoa ja vaitiolovelvollisuutta sekä kunnian suojaa koskevista 
säännöksistä. 156  Suomessa yksilöä koskevan informaation suojaamiseen käytettävissä 
olevan keinovalikoiman voidaan todeta olleen jälkikäteisiin keinoihin painottunut etenkin 
ennen HenkRekL:n voimaantuloa: esimerkiksi kunnianloukkausta tai 
joukkotiedotusvälineitä käyttäen tapahtuvaa yksityiselämän loukkaamista koskevia 
säännöksiä ei yleensä voitu soveltaa henkilötietoja rekisteröimällä tai rekisteröityjä tietoja 
luovuttamalla tapahtuneisiin yksityiselämän loukkauksiin. 157  Sääntelyn keskipiste on 
hiljalleen siirtynyt jälkikäteisistä keinoista kohti yksilön ensisijaista oikeutta määrätä 
itseään koskevasta informaatiosta. Myös informaation luonne on kokenut muutoksen: se ei 
enää koske pelkästään ihmisen havaittavissa olevia ominaisuuksia, vaan yhä suurempi osa 
informaatiosta on esimerkiksi lääketieteellistä ja geneettistä informaatiota.158 
3.1.1  Tiedollinen itsemääräämisoikeus osana tiedonsaantioikeuksia 
 
Itsemääräämisoikeus on oikeustieteellisenä käsitteenä melko uusi, mikä johtuu osin sen 
kiinteästä yhteydestä perusoikeuksiin, joiden merkitys on ollut nykyistä vähäisempi 
varhaisessa hallintovaltiossa. Itsemääräämisoikeus on käsitteenä hiljalleen muovautunut 
filosofisesta käsitteestä myös lainsäädännössä ilmaistuksi periaatteeksi.159 Historiallisesti 
itsemääräämisoikeuden kannalta tärkeä on Saksan perustuslakituomioistuimen 
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(Bundesverfassungsgericht) ratkaisu vuodelta 1984 160 , jossa se käsitteli uudistetun 
väestönlaskentaa koskevan lain perustuslainmukaisuutta. Ratkaisussaan tuomioistuin 
totesi, että perustuslain ihmisarvoa ja henkilökohtaista vapautta koskevat säännökset 
takaavat yksilölle oikeuden kehittää omaa persoonaansa. Tämän oikeuden takaamiseksi 
yksilöllä on oikeus määrätä itseään koskevista tiedoista. Periaatteella on Saksassa vahva 
perustuslaillinen asema.161  Suomessa itsemääräämisoikeus ei kuulu itsenäisenä osana 
perusoikeusjärjestelmäämme. Itsemääräämisoikeus kuitenkin saa suojaa osana PL:n 
säännöksiä, muun muassa osana PL 10 §:n säännöstä yksityiselämän suojasta.162 
 
Itsemääräämisoikeus on käsitteenä moniulotteinen ja kontekstisidonnainen. 
Itsemääräämisoikeus voidaan jakaa viiteen peruselementtiin, jotka ovat oikeus sisäiseen 
vapauteen, oikeus ulkoiseen vapauteen, oikeus kompetenssiin, oikeus valtaan ja oikeus 
tietoon.163 Tämän tutkielman kannalta itsemääräämisoikeuden oikeutta valtaan ja tietoon 
koskevat elementit ovat keskeisimpiä.  
 
Oikeus valtaan merkitsee oikeutta määrätä paitsi itsestä myös itseä koskevasta 
informaatiosta. Henkilöllä on toisin sanoen tiedollinen itsemääräämisoikeus. Tiedollisen 
itsemääräämisoikeuden merkitys on korostunut informaation kasvattaessa markkina-
arvoaan. Tiedollinen itsemääräämisoikeus tarkoittaa yksilön oikeutta määrätä omien 
tietojensa käytöstä, mutta se ei Saarenpään mukaan tyhjene pelkkään oikeuteen määrätä 
omista tiedoistaan: asianmukainen tieto itsestä, yhteiskunnasta sekä muista henkilöistä on 
välttämätöntä, jotta yksilöt voivat tehdä perusteltuja päätöksiä. Saarenpää näkee oikeuden 
tietoon metaperiaatteena; oikeusjärjestelmän ylimpänä oikeutena, jota määritetään 
lainsäädännön tasolla ihmis- ja perusoikeuksin. 164  Muita verkkoyhteiskunnan 
metaperiaatteita ovat oikeus yksityisyyteen, viestintään, tietoturvallisuuteen, laatuun ja 
oikeusturvaan.165 
 
Yksilön oikeus tietoon voidaan nähdä sekä metaperiaatteena että yksilöä koskevana 
oikeutena. Voutilainen jakaa oikeuden tietoon kahteen osaan: oikeus tietoon merkitsee 	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informaatiovapautta, oikeutta saada tietoa ympäröivästä yhteiskunnasta. Toisaalta se 
merkitsee myös yksilön oikeutta omiin tietoihinsa. Oikeus omiin tietoihin kulminoituu 
tiedolliseen itsemääräämisoikeuteen: yksilön tiedollisesta itsemääräämisoikeudesta seuraa, 
että yksilön oikeus päättää omien tietojensa käsittelystä suojaa yksilöä rajoittamalla 
ulkopuolisten tiedonsaantioikeuksia.166 Myös tiedon omistajuuteen liittyvät kysymykset 
voivat rajoittaa tiedon saamista.167 Lisäksi lainsäätäjä voi rajoittaa itsemääräämisoikeuden 
ulottuvuutta muiden tärkeiden intressien toteutumisen vuoksi. Rajoituksista on tällöin 
säädettävä lain tasolla.168 
 
Pöysti hahmottaa itsemääräämisoikeutta jakamalla sen yksilötason tiedolliseen 
itsemääräämisoikeuteen ja yhteisön tason demokratiaperiaatteeseen. Kahtiajako ei 
kuitenkaan Pöystin mukaan tarkoita itsemääräämisoikeuden osien erillisyyttä, vaan 
itsemääräämisoikeus tarvitsee molempia puolia: demokratia muodostuu yksilön tekemistä 
valinnoista, joita yksilö voi tehdä itsemääräämisoikeutensa puitteissa. Pöysti jakaa 
itsemääräämisoikeuden edelleen julkiseen ja yksityiseen itsemääräämisoikeuteen. Tässä 
jaottelussa yksityinen itsemääräämisoikeus tarkoittaa henkilön toimintaa yksityisenä 
toimijana, kun taas julkisen itsemääräämisoikeuden piirissä yksilö voi osallistua 
yhteiskunnan toimintaan.169 
 
Sekä Saarenpää että Pöysti näkevät oikeuden tietoon informaatio-oikeuden kantavana 
periaatteena.170 Molemmat myös liittävät tiedolliseen itsemääräämisoikeuteen ajatuksen 
siitä, että ihminen tiedollisesti omistaa itsensä.  
 
Eurooppalainen tietosuojalainsäädäntö osoittaa, ettei itsemääräämisoikeuden merkitys ole 
jäänyt pelkän periaatteen tasolle: esimerkiksi tietosuojadirektiivin perustana on 
itsemääräämisoikeuden korostaminen. Itsemääräämisoikeuden periaate on selkeimmin 
ilmaistu direktiivin niissä säännöksissä, joissa rekisteröidyn suostumus on henkilötietojen 
käsittelyn edellytys.171 Itsemääräämisoikeus on selkeästi ilmaistu myös HeTiL 1 §:ssä, 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
166 Voutilainen 2012, s. 34–36 
167 Tiedon omistamisen käsitteestä tarkemmin ks. esim. Pitkänen 2014, s. 205–207 
168 Koskinen, Alapuranen, Heino, Salli 2005, s. 44–45	  
169 Pöysti 1999, s. 471–472 
170 Ks. Saarenpää 2000, s. 65 ja Pöysti 1999, s. 473–474 
171 Pöysti huomauttaa, että kaikki eurooppalainen tietosuojalainsäädäntö ei korosta 
itsemääräämisoikeutta yhtä vahvasti kuin tietosuojadirektiivi. Esimerkiksi Euroopan neuvoston 
tietosuojasopimus on Pöystin mukaan avoimempi yksityisyyden eri teorioille eikä korosta 
	  	   46 
jonka mukaan lain tavoitteisiin kuuluu toteuttaa yksityiselämän suojaa ja muita 
yksityisyyden suojaa turvaavia perusoikeuksia. Lain esitöiden mukaan yksityisyyden suoja 
kattaa oikeuden tietää ja päättää itseään koskevien tietojen käytöstä.172  
 
Tietosuojadirektiivin tapaan myös HeTiL:n säännösten pääsääntö on, että henkilötietojen 
käsittelyn on ensisijaisesti perustuttava rekisteröidyn suostumukselle. 173  Tiedollisen 
itsemääräämisoikeuden tärkein toteuttamistapa yksilön kohdalla on, että yksilö antaa 
suostumuksensa häntä koskevien tietojen käsittelytoimintoihin. 174 Toisaalta silloin, kun 
rekisteröidyn suostumus on tietojen käsittelyn edellytys, voinee henkilö toteuttaa 
itsemääräämisoikeuttaan myös kieltämällä tietojensa käsittelyn. Henkilötietolainsäädännön 
tehtäviin kuuluu tällöin osoittaa tilanteet, joissa henkilötietojen käsittelyyn ei edellytetä 
rekisteröidyn suostumusta.175 
3.2  Tarkastusoikeus – oikeus omiin tietoihin 
 
Tiedollinen itsemääräämisoikeus koostuu useista toisistaan erillisistä oikeuksista. Muun 
muassa oikeus pitää salassa, saada ja tarkastaa itseään koskeva tieto, oikeus korjauttaa 
itseään koskevissa tiedoissa olevia virheitä, oikeus vaikuttaa itseään koskevien tietojen 
keräämiseen ja luovuttamiseen sekä oikeus antaa itseään koskevia tietoja ja julkistaa niitä 
kuuluvat tiedollisen itsemääräämisoikeuden kokonaisuuteen.176 
 
Rekisteröidyn HeTiL 26–28 §:n mukainen tarkastusoikeus lukeutuu niihin keinoihin, joilla 
rekisteröidylle annetaan pääsy pääsääntöisesti itseään koskevaan tietoon. Rekisteröidyn 
tiedonsaantioikeuksien kannalta ei ole merkityksetöntä, kuka tietoa pitää hallussaan: 
rekisteröidyn tiedonsaantioikeuden laajuus, kohde ja toteuttamistapa määrittyvät osittain 
eri tavalla riippuen siitä, sovelletaanko rekisterinpitäjään HeTiL:a vai JulkisuusL:a. 
 
Rekisteröidyn kattavasta tarkastusoikeudesta rekisteriin talletettuihin henkilötietoihin 
säädettiin ensimmäistä HenkRekL:ssa. Ennen HenkRekL:n voimaantuloa kattavia 
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nimenomaisia säädöksiä kansalaisten oikeudesta tarkastaa itseään koskevia rekisteritietoja 
ei ollut. Kattavan tarkastusoikeuden puuttuessa kansalaisten yleinen tietoisuus 
henkilörekisterien ylläpidosta, käyttötarkoituksista sekä mahdollisuuksista valvoa tietojen 
rekisteröintiä oli puutteellista. Myös mahdollisuus valvoa henkilörekistereihin talletettujen 
tietojen oikeellisuutta oli riittämätöntä: virheellisistä tiedoista koituvat vahingot jäivät 
monesti rekisterinpitäjän sijasta rekisteröidyn kannettaviksi. 177  Kattavasta 
tarkastusoikeudesta säätämistä pidettiin tarpeellisena rekisteritietojen luotettavuuden 
varmistamiseksi sekä tarkoituksenmukaisten ja hyvään tapaan perustuvien 
rekisterikäytäntöjen kehittymiseksi. Myös rekisteröidyn yksityiselämän suojan ja 
oikeusturvan parantaminen puolsivat laajaa tarkastusoikeutta.178  
 
Tarkastusoikeus säilytettiin lähes ennallaan HenkRekL:n korvanneessa HeTiL:ssa. 
HeTiL:n voimaantulon aikaan Suomi oli liittynyt Euroopan Unionin jäseneksi. HeTiL:ssa 
toteutettiin Euroopan Unionin tietosuojalainsäädännön179 ja etenkin tietosuojadirektiivin 
aiheuttamat muutostarpeet. Tietosuojadirektiivi korostaa erityisesti henkilötietojen 
käsittelyn laillisuutta ja kansainvälisiä tiedonsiirtoja sekä rekisteröityjen oikeuksien ja 
tietojenkäsittelyn valvonnan lisääntymistä. 180  Eräs merkittävimmistä muutoksista 
HeTiL:ssa uudistamisessa oli rekisteröityjen tiedonsaantioikeuksien lisääminen. 181 
Tietosuojadirektiivi ja HenkRekL eivät kuitenkaan eronneet merkittävästi toisistaan 
tarkastusoikeutta koskevien tai tietojenkäsittelyä koskevien yleisten tiedonsaantioikeuksien 
osalta. 182  Tarkastusoikeuden perusmuoto säilyi HeTiL:ssa ennallaan lukuun ottamatta 
rekisteröidyn oikeutta saada tieto automatisoituun päätökseen liittyvän tietojen käsittelyn 
toimintaperiaatteista, joka lisättiin HeTiL:iin tietosuojadirektiivin 12 artiklan johdosta. 183 
 
Tietosuojadirektiivissä asetettiin rekisterinpitäjälle aktiivinen informointivelvoite, jonka 
perusteella rekisteröidyllä on oikeus saada rekisterinpitäjältä ilman erillistä pyyntöä tietoja 
siitä, mitä tietoja sekä missä tarkoituksessa tietoja käsitellään. HenkRekL:iin nähden uutta 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
177 HE 49/1986 vp, s. 8–13 
178 HE 49/1986 vp, s. 35 
179 Vaikka HenkRekL:a säädettäessä Suomi ei vielä ollut Euroopan Unionin jäsen, otti hallitus lakia 
säätäessään huomioon Suomen mahdollisuuden liittyä Euroopan Unionin tietosuojasopimukseen. 
HenkRekL laadittiin siten, että se täyttäisi Euroopan Unionin tietosuojasopimuksen määräykset. 
Ks. HE 49/1986, s. 20. 
180 HE 96/1998 vp, s. 15 
181 HE 96/1998 vp, s. 1 
182 HE 96/1998 vp, s. 17 
183 HE 96/1998 vp, s. 61–62 
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oli myös tietosuojadirektiivin kielto, jonka mukaan rekisteröityä koskevaa päätöstä ei tule 
yksinomaan perustaa päätökseen, joka on tuotettu automaattisen tiedonkäsittelyn 
tuloksena.184 Lisäksi HeTiL:n voimaantulon myötä HenkRekL:n ajatusta henkilötietojen 
käsittelyn “elinkaarimallista” muutettiin yksinkertaisemmaksi: kun HenkRekL:ssa 
henkilötietojen keräämisestä, tallentamisesta, käytöstä ja luovuttamisesta säädettiin 
erikseen, HeTiL:n aikana sääntelyn kohteeksi muuttui henkilötietojen käsittely. HeTiL 3 § 
2 kohdan mukaisesti henkilötietojen käsittely kattaa kaikki henkilötietoihin kohdistuvat 
toiminnot.185 
 
HeTiL:a säädettäessä otettiin huomioon myös vuonna 1995 voimaan tullut hallitusmuodon 
muutos (969/1995), jonka 8 § 1 momentti koski yksityiselämän, kunnian ja kotirauhan 
turvaamista. Säännöksen perustuslaillisen toimeksiannon mukaisesti henkilötietojen 
suojasta säädetään tarkemmin lailla.186 HeTiL 1 § määrittelee lain tarkoitukseksi toteuttaa 
yksityiselämän suojaa ja muita yksityisyyden suojaa turvaavia perusoikeuksia 
henkilötietoja käsiteltäessä sekä edistää hyvän tietojenkäsittelytavan kehittämistä ja 
noudattamista. HeTiL määrittelee siten yksityiselämän suojan osana yksityisyyden suojaa. 
HeTiL:sta voidaan erottaa kuitenkin myös muita henkilötietojen käsittelyssä huomioitavia 
perusoikeuksia, kuten itsemääräämisoikeuden ja oikeuden kunniaan sekä oikeuden tulla 
arvostetuksi oikeiden ja oleellisten tietojen perusteella.187 Näin ollen HeTiL paitsi toteuttaa 
perustuslaillista toimeksiantoa säätää henkilötietojen suojasta tarkemmin lailla, myös 
määrittelee tiedollisen yksityisyyden suojan rajat.188 
  
Tarkastusoikeutta koskevat säännökset on sisällytetty HeTiL:n 26–28 §:ään. HeTiL 26.1 § 
mukaan jokaisella on salassapitosäännösten estämättä oikeus tiedon etsimiseksi tarpeelliset 
seikat ilmoitettuaan saada tietää, mitä häntä koskevia tietoja henkilörekisteriin on talletettu, 
tai ettei rekisterissä ole häntä koskevia tietoja. HeTiL 27–28 § käsittelevät 
tarkastusoikeuden rajoittamista ja toteuttamista. 
 
Seuraavaksi tarkastelen HeTiL:n tarkastusoikeutta koskevia säännöksiä. Tarkoituksena on 
selvittää, millainen on HeTiL:n mahdollistaman tarkastusoikeuden ulottuvuus, miten 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
184 HE 96/1998 vp, s. 15 
185 HE 96/1998 vp, s. 30 
186 HE 96/1998 vp, s. 4 
187 Voutilainen 2012, s. 254 
188 Ibid. 
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rekisteröity voi toteuttaa tarkastuspyyntönsä, sekä miten ja missä muodossa rekisterinpitäjä 
voi luovuttaa tietoja rekisteröidylle. 
3.2.1  Henkilörekisteri ja henkilötieto tarkastusoikeuden kohteena 
 
HeTiL 26 § mukaan tarkastusoikeuden kohteena on aina henkilörekisteri. 
Henkilörekisterin käsite määriteltiin alun perin HenkRekL:ssa, jota ennen 
henkilörekistereiden pitämisestä ei ollut yhtenäistä lainsäädäntöä. 189  Koska 
henkilörekisterin käsite on säilynyt lähes muuttumattomana HeTiL:ssa, henkilörekisterin 
määritelmää voidaan tarkastella HenRekL:n esitöihin nojautuen. 
 
HenkRekL 2 § 2 kohdan mukaan henkilörekisterillä tarkoitettiin henkilötietoja sisältävää 
tietojoukkoa, jota käsitellään automaattisen tietojenkäsittelyn avulla. Henkilörekisterillä 
tarkoitettiin myös luetteloksi, kortistoksi tai muulla tavoin näihin verrattavalla tavalla 
järjestettyä henkilötietoja sisältävää tietojoukkoa, josta tiettyä henkilöä koskevat tiedot 
voidaan löytää helposti ja kohtuuttomitta kustannuksitta. HenkRekL:n määritelmä koski 
siten sekä automaattista tietojenkäsittelyä että manuaalisesti ylläpidettyjä rekistereitä. 
Manuaalisesti ylläpidettyihin rekistereihin lainsäädäntöä sovellettiin vain, jos tiettyä 
henkilöä koskevat tiedot voitiin löytää rekisteristä helposti ja ilman kohtuuttomia 
kustannuksia. Rekisterin järjestämisperusteen ei esitöiden mukaan tarvinnut olla nimi tai 
henkilötunnus, vaan henkilörekisteri saattoi olla myös asiaperusteisesti järjestetty. 
Automaattinen tietojenkäsittely määriteltiin tietojärjestelmäksi, jonka avulla voidaan 
teknisin keinoin käsitellä, varastoida tai siirtää tietoja.190 
 
HenkRekL:n esityöt esittelivät myös loogisen rekisterin käsitteen. Looginen rekisterikäsite 
merkitsee, että henkilörekisteriin voi kuulua käyttötarkoituksensa puolesta teknisesti 
erillisissä rekistereissä pidettäviä tietoja: HenkRekL 4 § 2 momentin mukaan samaan 
henkilörekisteriin luettiin kuuluviksi teknisesti erikseen pidetyt henkilörekisterit, jos niitä 
käytettiin saman tehtävän hoitamiseksi.  Myöskään tietojenkäsittelyssä aiheutuneita 
lyhytaikaisia tiedostoja ja tallenteiden eri versioita ei määritelty henkilörekistereiksi. 
Lisävaatimuksena oli, että lyhytaikaiset tiedostot tai tallenteet olivat rekisterinpitäjän 
hallussa ja vastasivat rekisterille määriteltyä käyttötarkoitusta.191 	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HeTiL:ssa henkilörekisterin käsitettä tarkennettiin siten, että looginen rekisterikäsite 
nostettiin henkilörekisterin määritelmäsäännökseen. Näin ollen nykyisin voimassa olevan 
käsitteen mukaan henkilörekisteri on aina looginen henkilörekisteri, jolla tarkoitetaan 
käyttötarkoituksensa vuoksi yhteen kuuluviksi tarkoitetuista merkinnöistä muodostuvaa 
henkilötietoja sisältävää tietojoukkoa (HeTiL 3.1.3 §). Looginen rekisterikäsite on 
teknologianeutraali; tiedon tallennustavalla tai -kohteella ei ole lain soveltamisen kannalta 
merkitystä, jos tietoja käytetään samassa käyttöyhteydessä.192 
 
Korkein hallinto-oikeus on täsmentänyt loogisen rekisterin käsitettä 
ratkaisussaan KHO 2007/457. Tapauksessa X oli esittänyt tarkastuspyynnön 
pankille takaamansa lainan lainatapahtumista ja korkoprosenteista. Pankki oli 
esittänyt, että mainitut tiedot säilytettiin erillään asiakasrekisteristä 
mikrofilmeillä ja että ne eivät siksi kuuluneet asiakasrekisteriin. KHO totesi, 
ettei tietojen säilyttämisellä erillisissä rekistereissä ollut tarkastusoikeuden 
käyttämisen kannalta merkitystä. Koska tarkastuspyynnön alaiset tiedot 
koskivat asiakassuhteen hoitamista, ne kuuluivat samaan asiakasrekisteriin.  
 
Rekisteröityä tietoa voi muodostua myös erilaisten laitteiden ja esimerkiksi sensorien 
välityksellä, jotka kertovat paitsi laitteen toiminnasta, myös välillisesti sitä käyttävästä 
luonnollisesta henkilöstä. Tällöin henkilörekisterin käsite muuttuu tulkinnanvaraiseksi. 
 
Korkein hallinto-oikeus on todennut ratkaisussaan KHO 27.9.2013/3084, että 
potilaan tutkimuksessa käytetyn laitteen tapahtumaloki ei sisältänyt 
henkilötietoja vaan laitteen toimintaa kuvaavia tietoja, eikä laitteen 
tapahtumaloki siten muodostanut HeTiL:n mukaista henkilörekisteriä.  
Tapahtumalokitiedoston sisältämiä tietoja ja potilasrekisterin tietoja 
yhdistelemällä voitiin mahdollisesti saada selville seikkoja, jotka tekivät 
potilaasta tunnistettavissa olevan. Tämä ei kuitenkaan tehnyt 
tapahtumalokista henkilörekisteriä. 
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Korkeimman hallinto-oikeuden ratkaisu osoittaa, ettei laitteen tapahtumaloki voi 
lähtökohtaisesti muodostaa henkilörekisteriä ainakaan silloin, kun sen sisältämät tiedot 
eivät sellaisenaan mahdollista henkilön tunnistamista. Kyseenalaista on, miten 
tapahtumalokien muodostumista henkilörekisteriksi tulkitaan silloin, kun kyse on henkilön 
harjoittamasta jatkuvasta itsensä mittaamisesta mukana kulkevien laitteiden ja sensorien 
avulla: esimerkiksi niinsanotulla quantified self -ilmiöllä tarkoitetaan tekniikan 
mahdollistamaa itsensä mittaamista esimerkiksi liikuntaan, unen laatuun, aktiivisuuteen ja 
tunteisiin liittyen. Datan määrän lisääntyessä myös yksilön tunnistaminen ja sijainnin 
seuraaminen on entistä yksinkertaisempaa.193 Mukana kannettavat aktiivisuusrannekkeet 
tuovat täysin uusia haasteita myös henkilörekisterin määritelmälle. 
 
HeTiL 26 § 1 momentin mukaan rekisterin tiedonsaantioikeus koskee ensinnäkin sitä, mitä 
häntä koskevia tietoja henkilörekisteriin on talletettu, tai sitä, ettei rekisterissä ole häntä 
koskevia tietoja. Rekisteriin tallennettujen henkilötietojen lisäksi rekisterinpitäjän on 
luovutettava rekisteröidylle rekisterin säännönmukaiset tietolähteet sekä tieto rekisterin 
tietojen käyttötarkoituksesta ja säännönmukaisista luovuskohteista (HeTiL 26 § 1 mom.). 
Tarkastusoikeus koskee myös tietojen automaattiseen käsittelyyn liittyviä 
toimintaperiaatteita silloin, kun kyse on HeTiL 30 §:ssä tarkoitettu automatisoitu päätös: 
automatisoidulla päätöksellä tarkoitetaan rekisteröidyn tiettyjen ominaisuuksien arviointiin 
tarkoitetun päätöksen tekemistä, joka tapahtuu ainoastaan automatisoidun 
tietojenkäsittelyn perusteella ja josta aiheutuu rekisteröidylle oikeudellisia vaikutuksia tai 
joka muuten vaikuttaa häneen merkittävällä tavalla. Tarkastusoikeus kattaa lähtökohtaisesti 
myös salassapidettävät tiedot.194 
 
Vaikka HeTiL:n tarkastusoikeutta koskevat säännökset eivät nimenomaisesti mainitse, että 
tarkastusoikeus kohdistuisi vain henkilötietoihin, ulottuu tarkastusoikeus henkilörekisteriin 
ensisijaisesti juuri henkilöä koskeviin tietoihin.195 Koska henkilötiedon määritelmä ei kata 
kaikkia rekisteritietoja, voi yksittäisessä rekisterissä olla sekä henkilötiedon määritelmän 
piiriin kuuluvia sekä muiksi kuin henkilötiedoiksi luokiteltavia tietoja. 196  Tällaisiin 
tietoihin rekisteröidyllä ei näyttäisi olevan tarkastusoikeutta silloin, kun tietoa ei voida 
tunnistaa henkilöä koskevaksi. Rekisterinpitäjä voisi näin ollen teoriassa harventaa 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
193 Haddadi, Alomainy, Brown 2014, s. 24–25 
194 HE 49/1986 vp, s. 35 
195 Ibid. 
196 HE 49/1986 vp, s. 23 
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tarkastusoikeuden piiriin kuuluvien tietojen joukkoa muokkaamalla rekisteritietoja siten, 
että ne eivät enää koske rekisteröityä. Rekisterinpitäjä voi esimerkiksi anonymisoida tai 
pseudonymisoida henkilötietoja siten, että tiedot voidaan sulkea pois rekisteröidyn 
tarkastusoikeuden piiristä.   Koska asianmukaisesti anonymisoidut tai pseudonymisoidut 
henkilötiedot eivät enää ole yhdistettävissä rekisteröityyn eiväkä siten koske häntä, ne 
eivät myöskään kuulu HeTiL:n soveltamisalaan.197 Tarkastusoikeuden ulottuvuus ei siten 
faktuaalisesti näyttäisi koskevan kaikkia sellaisia tietoja, joita rekisteröity on joko 
luovuttanut rekisterinpitäjälle tai joita hänestä on muutoin kerätty henkilörekisteriin: vain 
selvästi rekisteröityä koskevat tiedot ovat tarkastusoikeuden piirissä. 
 
Esimerkkinä tiedosta, joka voi olla anonymisoitunakin arvokasta, on kaupallisiin 
tarkoituksiin käytettävä henkilötieto, jonka rekisteröity on itse luovuttanut rekisterinpitäjän 
käyttöön. Henkilötieto on kaupallisessa yhteydessä arvokas raaka-aine, joka on 
jalostettavissa ja myytävissä eteenpäin. Tiedon muuttuessa enenevissä määrin kaupalliseksi 
olisikin arvioitava uudelleen, mitä oikeuksia asiakkaalla (tarkemmin rekisteröidyllä) on 
esimerkiksi silloin, kun henkilötietoja yhdistellään ja luovutetaan eteenpäin.198 Esimerkiksi 
yhdistelty henkilötieto ei aina ole enää yhdistettävissä rekisteröityyn, jolloin myös HeTiL:n 
mukainen tarkastusoikeus tietoihin on poissuljettu. Rekisteröidyn keinovalikoimaan ei 
tällöin jää HeTiL:n takaamia mahdollisuuksia selvittää, miten hänestä käytettyä 
anonymisoitua tai pseudonymisoitua tietoa on käytetty. 
3.2.2  Tarkastusoikeuden rajoittaminen 
 
Vaikka rekisteröidyn tarkastusoikeus on vahva pääsääntö ja tärkeä tapa toteuttaa 
rekisteröidyn itsemääräämisoikeutta ja yksityisyyden suojaa, on tarkastusoikeuden 
ulottuvuutta rajattu HeTiL:ssa säätämällä joistakin välttämättömistä rajoituksista tähän 
oikeuteen.199 Rekisteröidyllä ei ole ehdotonta oikeutta saada itseään koskevia tietoja, sillä 
joissakin tilanteissa tiedonsaantioikeuden sivuuttavat sitä tärkeämmät syyt. 200  Koska 
tarkastusoikeus on rekisteröidylle kuuluva keskeinen oikeus, jota rekisteröidyllä on 
pääsääntöisesti oikeus käyttää, tulee rajoituksia tähän pääsääntöön tulkita suppeasti.201 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
197 Ks. anonymisoinnista jakso 2.3.5 
198 Sorvari 2002, s. 282–283 
199 Pitkänen, Tiilikka, Warma 2013, s. 203 
200 HE 49/1986 vp, s. 36 
201 Pitkänen, Tiilikka, Warma 2013, s. 203 
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HeTiL:n sääntely tarkastusoikeuden rajoittamisesta perustuu tietosuojadirektiivin 13 
artiklaan202, jonka mukaan jäsenvaltiot voivat toteuttaa lainsäädännöllisiä toimenpiteitä, 
joilla rajoitetaan muun muassa rekisteröidyn tarkastusoikeutta, jos rajoitukset ovat 
välttämättömiä esimerkiksi valtion turvallisuuden, yleisen turvallisuuden, rikosten 
ehkäisemisen ja selvittämisen, jäsenvaltiolle tai EU:lle tärkeän taloudellisen tai 
rahoituksellisen edun ja näihin liittyvä valvonta- tai tarkastustehtävän sekä rekisteröidyn 
suojelun tai muiden oikeuksien ja vapauksien turvaamiseksi. Jäsenvaltiot voivat 
tietosuojadirektiivin 13 artiklan 2 kohdan perusteella rajoittaa tarkastusoikeutta myös 
silloin, kun henkilötietoja käsitellään ainoastaan tieteellisessä tarkoituksessa tai tietoja 
säilytetään henkilötietojen muodossa ainoastaan niin kauan, kuin on tarpeen tilastojen 
luomiseksi. 
 
Tarkastusoikeutta rajoittavia säännöksiä sisältyy sekä HeTiL:iin että henkilötietojen 
käsittelyä koskeviin erityislakeihin. Erityislaeissa tarkastusoikeus saattaa olla rajoitetumpi 
tai laajempi, tai sen toteuttamistapa ja -aika voivat poiketa HeTiL:n säännöksistä.203 
Joihinkin rekistereihin rekisteröidyllä itsellään ei ole tarkastusoikeutta, vaan 
tietosuojavaltuutettu käyttää tarkastusoikeutta rekisteröidyn puolesta. 204  Seuraavassa 
tarkastellaan tutkielman rajauksen mukaisesti HeTiL:n poikkeussäännöksiä. 
 
HeTiL 27 §:ssä on säädetty rekisteröidyn tarkastusoikeuden rajoituksista. Ensinnäkään 
tarkastusoikeutta ei ole, jos tiedon antaminen saattaisi vahingoittaa valtion turvallisuutta, 
puolustusta tai yleistä järjestystä ja turvallisuutta taikka haitata rikosten ehkäisemistä tai 
selvittämistä (HeTiL 27.1.1 §). Rajoitus kohdistuu lähinnä viranomaisen rekistereihin.205 
 
Toiseksi tarkastusoikeutta ei ole, jos tiedon antamisesta saattaisi aiheutua vakavaa vaaraa 
rekisteröidyn terveydelle tai hoidolle taikka jonkun muun oikeuksille (HeTiL 27.1.2 §). 
Tarkastusoikeus voidaan siten poikkeuksellisesti evätä esimerkiksi henkilön terveydentilaa 
tai sairauksia sekä hoitotietoja koskevista rekistereistä. Rajoittaminen on mahdollista 
esimerkiksi silloin, kun rekisteristä annetut tiedot olisivat omiaan heikentämään 
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rekisteröidyn mielenterveyttä. Tapauskohtaisen arvioinnin suorittaa lääkäri tai lääkärin 
ohjauksen mukaan henkilö, jolla on terveydenhoitoalan koulutus.206 
 
Kolmas rajoitus tarkastusoikeuteen syntyy silloin kun rekisterissä olevia henkilötietoja 
käytetään yksinomaan historiallista tai tieteellistä tutkimusta taikka tilastointia varten 
(HeTiL 27 § 3 k.). Rajoitusta on perusteltu sillä, ettei tällaisiin rekistereihin liity 
päätöksentekoa, joka koskisi rekisteröityä välittömästi, jolloin rekisteröidyn oikeusturva ei 
vaarannu.207 Konstari on kritisoinut perusteluja toteamalla, että rekisteröidyllä voi olla 
tarve yksityisyyden suojaan silloinkin, kun rekisteritietojen perusteella ei tehdä häntä 
välittömästi koskevia päätöksiä.208 
 
Neljänneksi tarkastusoikeutta voidaan rajoittaa myös silloin, kun rekisterissä olevia 
henkilötietoja käytetään valvonta- ja tarkastustehtävissä ja tiedon antamatta jättäminen on 
välttämätöntä Suomen tai Euroopan unionin tärkeän taloudellisen tai rahoituksellisen edun 
turvaamiseksi (HeTiL 27 § 4 k.). 
 
HeTiL 27 §:n säännökset ovat esimerkki tilanteesta, jossa rekisteröidyn tarkastusoikeutta 
on selvästi rajoitettu. Tarkastusoikeutta rajoitettaessa jos vain osa rekisteröityä koskevista 
tiedoista on sellaisia, että ne jäävät tarkastusoikeutta rajoittavien säännösten mukaan 
tarkastusoikeuden ulkopuolelle, rekisteröidyllä on oikeus saada tietää muut hänestä 
talletetut tiedot (HeTiL 27 § 2 mom). Rekisterinpitäjä ei siten voi kokonaan kieltäytyä 
antamasta rekisteröidylle tietoja, jos rekisteriin talletettuja tietoja koskee vain osittain jokin 
tarkastusoikeuden rajoitus.209 
 
Rekisteröidyn oikeus tarkastaa henkilötietonsa ei edellä esitetyn perusteella tarkoita, ettei 
rekisterinpitäjällä olisi missään tilanteessa oikeutta kieltäytyä antamasta tietoja 
rekisteröidylle. Kieltäytyessään rekisterinpitäjän on kuitenkin annettava rekisteröidylle 
kirjallinen todistus, jossa on mainittava ne syyt, joiden vuoksi tarkastusoikeus on evätty 
(HeTiL 28.2 §). Todistuksen antaminen ei ole rekisterinpitäjälle vapaaehtoista, vaan 
rekisteröidyn aseman helpottamiseksi todistus on annettava pyytämättäkin. Tällöin 
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rekisteröidyn helpompi saattaa asiansa tietosuojavaltuutetun käsiteltäväksi.210 Kuitenkaan 
rekisteröidyn täysin spekulatiivinen väite siitä, ettei rekisteröity voi olla varma, onko 
hänestä talletettu tietoja johonkin rekisterinpitäjän rekisteriin, ei ole riittävä peruste 
tietosuojavaltuutetulle selvittää asiaa.211 Rekisteröidyllä tulee siten olla edes jonkinasteinen 
varmuus siitä, että hänestä on tallennettu tietoja rekisterinpitäjän rekisteriin. 
Kieltäytyminen voidaan saattaa tietosuojavaltuutetun käsiteltäväksi, jolloin 
tietosuojavaltuutetun on ratkaistava tarkastusoikeutta koskeva asia (HeTiL 40.2 §). 
Rekisteröity voi kuitenkin saattaa asian tietosuojavaltuutetun käsiteltäväksi vasta 
esitettyään henkilökohtaisen pyynnön rekisterinpitäjälle ja saatuaan 
kieltäytymistodistuksen.212 
 
Tarkastusoikeuden epäämisen veroisena pidetään sitä, että rekisterinpitäjä ei ole kolmen 
kuukauden kuluessa pyynnön esittämisestä antanut kirjallista vastausta rekisteröidylle 
(HeTiL 28.2 §). Käytännössä säännös antaa rekisterinpitäjälle hyvin pitkän aikajänteen, 
jonka aikana rekisteröidyn tietopyyntöön ei tarvitse reagoida. Tarkastusoikeus ei siten 
toteuta rekisteröidyn tarvetta saada itseään koskevia tietoja käyttöönsä ainakaan silloin, 
kun tieto tulisi saada nopeasti tai jopa reaaliaikaisesti. Pitkänen on kuvannut 
tarkastusoikeuden tarjoavan yksilölle ”staattisen, välähdyksen omaisen näkymän hänen 
omiin tietoihinsa” jättäen huomiotta yksilön dynaamisen ja reaaliaikaisen tiedon tarpeen.213 
Toisaalta voidaan todeta, että tarkastusoikeuden kattaessa jokaisen henkilötietoja sisältävän 
rekisterin rekisterinpitäjän on huomioitava myös erilaisten henkilörekistereiden tekniset 
ominaisuudet. Joissakin tapauksissa tietojen kerääminen useasta henkilörekisteristä saattaa 
viedä aikaa etenkin silloin, kun rekisterit eivät ole järjestetty automaattisella 
tietojenkäsittelyllä. On arvioitu, että Suomessa vain noin joka toinen pieni tai keskisuuri 
yritys ylläpitää asiakasrekisteriään sähköisesti.214 
 
Kun rekisteröity on saattanut tarkastusoikeutta koskevan asiansa tietosuojavaltuutetun 
käsiteltäväksi, tietosuojavaltuutettu voi selvittää asiaa pyytämällä rekisterinpitäjältä 
selvitystä. Tietosuojavaltuutettu voi myös varata rekisteröidylle mahdollisuuden antaa 	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vastine rekisterinpitäjän selvitykseen. Tietosuojavaltuutettu voi HeTiL 40 § 2 momentin 
nojalla antaa rekisterinpitäjälle määräyksen rekisteröidyn tarkastusoikeuden 
toteuttamisesta. Tietosuojavaltuutettu voi myös hylätä vaatimuksen.215 Päätökseen voi 
hakea muutosta hallintolainkäyttölain (586/1996) mukaisesti hallinto-oikeudesta ja 
edelleen korkeimmasta hallinto-oikeudesta. 
3.2.3  Tarkastusoikeuden toteuttaminen 
 
Tarkastusoikeus on henkilökohtainen oikeus, jota ei voi toteuttaa toimeksiannolla 216: 
rekisteröidyn on esitettävä pyyntö tarkastaa omat tietonsa omakätisesti allekirjoitetussa tai 
sitä vastaavalla tavalla varmennetussa asiakirjassa tai henkilökohtaisesti rekisterinpitäjän 
luona (HeTiL 28.1 §).  
 
Tarkastusoikeuden subjektiivisuus tarkoittaa ensinnäkin sitä, ettei rekisteröidyn tarvitse 
perustella tarkastuspyyntöään, eikä rekisterinpitäjä voi vaatia perusteluja tarkastusoikeuden 
käyttämisen edellytyksenä. Rekisteröidyn ei myöskään tarvitse tietää, onko hänestä 
merkitty tietoja rekisteriin. Näin ollen tarkastuspyynnön voi kohdistaa vain tiettyyn 
rekisterinpitäjän henkilörekisteriin tai yksilöimättömästi kaikkiin rekisterinpitäjän 
henkilörekistereihin.217  
 
Tarkastusoikeuden käyttäminen edellyttää rekisteröidyltä aktiivista myötävaikutusta 
tietojen etsintään: rekisteröidyn on ilmoitettava tiedon etsimiseksi tarpeelliset seikat 
(HeTiL 26.1 §), joita voivat olla esimerkiksi nimi, osoite ja henkilötunnus. 
Tarkastuspyyntö on siten yksilöitävä riittävällä tavalla, jotta rekisterinpitäjä kykenee 
etsimään rekisteröityä koskevat tiedot. Rekisteröidyn yksilöimistä koskevien tietojen 
lisäksi rekisteröidyn on myös yksilöitävä se asia, johon liittyviä tietoja halutaan tarkastaa. 
Rekisteröidyn on myös ilmoitettava, koskeeko tarkastuspyyntö kaikkia tietoja vai 
ainoastaan jonkin tietyn ajanjakson tietoja.218 Mikäli rekisteröity haluaa tarkastaa itsestään 
tallennettua kameravalvonnan videokuvaa, saattaa riittävä yksilöinti käytännössä vaatia, 
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että rekisteröity kuvailee esimerkiksi vaatetustaan tai jopa liittää kasvokuvansa 
tarkastuspyyntöön.219 
 
Tarkastusoikeuden henkilökohtaisuudesta johtuu, ettei tarkastuspyyntöä voi toteuttaa 
asiamiehen kuten asianajajan välityksellä. Vaikka huoltajan oikeutta tarkistaa huollossaan 
olevan alle 18-vuotiaan rekisteritiedot ei nimenomaisesti HeTiL:ssa220 mainitakaan, on 
myös huoltajalla oikeus toteuttaa tarkastuspyyntö. Tarkastusoikeus on myös alle 18-
vuotiaalla alaikäisellä lapsella silloin, kun lapsella on ikä, kehitystaso ja asian laatu 
huomioiden mahdollisuus ymmärtää asian merkitys. Koska HeTiL ei määrittele 
itsemääräämisoikeudelle alaikärajaa, alle 18-vuotiaan esittämään tarkastuspyyntöön 
liittyvä arviointi jää ensi vaiheessa rekisterinpitäjän vastuulle ja viime kädessä 
tuomioistuimen ratkaisun varaan.221 
 
Myös edunvalvoja voi esittää tarkastuspyynnön päämiehensä puolesta silloin kun 
tarkastettavat tiedot liittyvät edunvalvontavaltuutuksessa määriteltyyn asiakokonaisuuteen. 
Esimerkiksi taloudellisten asioiden hoitoa varten annetun edunvalvontavaltuutuksen 
perusteella edunvalvojalla on oikeus tarkistaa päämiehensä pankkitiedot.222 Edunvalvojan 
toimivaltaan liittyy kuitenkin tulkinnanvaraisuutta: esimerkiksi Voutilainen on esittänyt, 
ettei edunvalvojalla tulisi olla oikeutta tehdä tarkastuspyyntöä päämiehensä puolesta.223 
 
Myös tietosuojavaltuutettu on todennut kannanotossaan (36/523/2001), että 
tarkastusoikeutta ei voida käyttää asiamiehen välityksellä: tapauksessa 
asianajaja oli allekirjoittanut ja toimittanut asiakirjapyynnön asiakkaansa X:n 
puolesta kunnalliseen neuvolaan. Pyynnössä pyydettiin jäljennöksiä X:n ja 
hänen huollossaan olevaa lastaan koskevista tiedoista sekä eräistä muista 
tiedoista. Tietosuojavaltuutettu totesi, ettei X ollut toteuttanut 
tarkastuspyyntöä henkilökohtaisesti ja henkilökohtaisesti allekirjoitetulla 	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koskee alaikäisen henkilöä taikka henkilökohtaista etua tai oikeutta. Näin ollen 
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asiakirjalla siten kuin HeTiL sitä edellyttää. Tietosuojavaltuutettu totesi, että 
vaikkei tarkastusoikeutta voi käyttää asiamiehen välityksellä, voidaan siinä 
kuitenkin käyttää avustajaa. 
 
Tietosuojavaltuutetun ratkaisu vahvistaa tulkintaa, jonka mukaan tarkastusoikeuspyynnön 
henkilökohtaisuudesta tulee erottaa kaksi ulottuvuutta: tarkastuspyynnön esittäminen ja se, 
kuka tietojen tarkastamisen toteuttaa. Rekisteröity voi nimenomaisesti valtuuttaa 
asiamiehen tai asianajajan tarkastamaan tiedot puolestaan, kunhan itse tarkastuspyyntö on 
esitetty henkilökohtaisesti.224  
 
Tarkastusoikeuden käyttämistä koskeva pyyntö voidaan esittää kirjallisesti, suullisesti sekä 
sähköisesti. Olennaista pyynnön esittämisessä on rekisteröidyn luotettava varmentaminen. 
Sähköinen tarkastuspyyntö tarkoittaa käytännössä tarkastuspyynnön varmentamista 
allekirjoitusta vastaavalla tavalla sähköisesti: esimerkiksi varmennettu sähköinen 
allekirjoitus vastaa fyysistä allekirjoitusta. 225  Rekisteröidyn henkilöllisyys voidaan 
varmentaa myös sähköisen tunnistautumisen avulla.226 Vahvaa sähköistä tunnistamista ja 
sähköisiä allekirjoituksia sääntelevän SähkTunL:n 2 §:n 1 kohdan mukaan vahvalla 
sähköisellä tunnistamisella tarkoitetaan henkilön yksilöimistä ja tunnisteen aitouden ja 
oikeellisuuden todentamista sähköistä menetelmää käyttämällä perustuen vähintään 
kahteen seuraavista kolmesta vaihtoehdosta: 
 
1) salasanaan tai johonkin muuhun sellaiseen, mitä tunnistusvälineen haltija tietää; 
2) sirukorttiin tai johonkin muuhun sellaiseen, mitä tunnistusvälineen haltijalla on 
hallussaan; tai 
3) sormenjälkeen tai johonkin muuhun tunnistusvälineen haltijan yksilöivään 
ominaisuuteen. 
 
Esimerkiksi puhelinsoitto ei ole riittävä tapa varmentaa henkilöllisyyttä tarkastuspyynnön 
yhteydessä. 227  Rekisteröity voi kuitenkin käyttää tarkastusoikeuttaan aina myös 
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rekisterinpitäjän luona siten, että rekisterinpitäjällä on mahdollisuus tarkistaa rekisteröidyn 
henkilöllisyys virallisesti hyväksytystä henkilöllisyystodistuksesta.228  
 
Rekisterinpitäjä saa periä tarkastusoikeuden käyttämisestä maksun vain silloin, kun 
rekisteröity on jo aiemmin käyttänyt tarkastusoikeuttaan rekisteriin ja tarkastusoikeuden 
käyttämisestä on kulunnut vähemmän kuin yksi vuosi (HeTiL 26.3 §). Käytännössä 
rekisteritietojen tarkastaminen on maksutonta kerran vuodessa.229 Perittävän korvauksen 
tulee olla kohtuullinen eikä se saa ylittää tiedon antamisesta aiheutuvia välittömiä 
kustannuksia (HeTiL 26.3 §). 
 
Tarkastusoikeus näyttää HeTiL valossa rajautuvan vahvasti henkilökohtaiseksi oikeudeksi. 
HeTiL:n painopiste vaikuttaa kuitenkin olevan sen varmistamisessa, että rekisteröidyn 
henkilöllisyys varmennetaan riittävällä tavalla, minkä jälkeen rekisteröity voi käyttää 
tarkastamiaan tietoja haluamallaan tavalla. Ratkaisu on perusteltu käytännöllisestä 
näkökulmasta – tiedollinen itsemääräämisoikeus huomioiden se on myös ainoa ratkaisu. 
 
Joskus tarkastettavien tietojen luonne edellyttää, että tarkastusoikeus toteutetaan 
pääsäännöstä poikkeavalla tavalla, vaikka sen ulottuvuutta ei olekaan rajattu. HeTiL 28 § 3 
momentissa rekisteröidyn tarkastusoikeuden toteuttamistapa eroaa edellä selostetusta 
pääsäännöstä: kun kyse on tarkastusoikeuden käyttämisestä terveydenhuollon rekisteriin 
tai muuhun terveydenhuollon ammattihenkilön pitämään terveydentilaa ja sairautta 
koskevia tietoja sisältävään rekisteriin, tiedon antaa rekisteröidyn pyynnöstä lääkäri tai 
muu terveydenhuollon ammattihenkilö. Myös tarkastuspyyntö osoitetaan rekisterinpitäjän 
sijasta lääkärille tai muulle terveydenhuollon ammattihenkilölle. Näin ollen muun muassa 
itsenäisenä ammatinharjoittajana toimivat terveydenhuollon ammattihenkilöt voivat antaa 
rekisteröidyn pyytämiä tietoja. 230  Tarkastusoikeuspyyntö voidaan säännöksen mukaan 
esittää nimenomaisesti vain terveydenhuollon ammattihenkilölle, ei esimerkiksi 
terveydenhuollon yksikön toimistovirkailijalle tai muulle vastaavalle henkilölle.231 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
228 Voutilainen 2012, s. 260 
229 Pitkänen, Tiilikka, Warma 2013, s. 201 
230 HE 96/1998 vp, s. 63 
231 Voutilainen 2012, s. 264 
	  	   60 
3.2.4  Tietojen luovuttaminen rekisteröidylle 
 
Rekisterinpitäjä voi HeTiL:n puitteissa luovuttaa tietoja rekisterinpitäjälle kahdella tavalla. 
HeTiL 28 § 2 momentin mukaan rekisterinpitäjän on ilman aiheetonta viivytystä varattava 
rekisteröidylle tilaisuus tutustua rekisteröidystä henkilörekisteriin talletettuihin tietoihin tai 
annettava tiedot pyydettäessä kirjallisesti. Rekisterinpitäjän ei siten välttämättä tarvitse 
luovuttaa rekisteröidylle tietoja kirjallisessa muodossa, vaan HeTiL:n mukaan myös 
rekisteröidylle varattu tilaisuus tutustua tietoihin on riittävä tapa, ellei rekisteröity itse 
pyydä tietoja kirjallisessa muodossa.  
 
Henkilötietojen ymmärrettävyyden vaatimus liittyy laajasti kaikkiin niihin tietoihin, joita 
rekisteröidylle luovutetaan henkilörekisteristä: rekisteröidylle annettavien tietojen on 
oltava ymmärrettävässä muodossa (HeTiL 28.2 §). Käytännössä ymmärrettävyyden 
vaatimus tarkoittaa, että rekisterinpitäjän on muun muassa selitettävä rekisteritiedoissa 
käytetyt lyhenteet ja koodit.232 Rekisteritietojen ymmärrettävyyden vaatimus ulottunee 
myös sellaisiin tietoihin, jotka rekisterinpitäjä on tallentanut rekistereihinsä esimerkiksi 
sellaisessa dataformaatissa, jonka avaamiseksi vaaditaan tiettyä erityisosaamista tai tietty 
ohjelmisto. Ymmärrettävyyden vaatimus koskee kuitenkin ainoastaan niitä tietoja, jotka 
ovat henkilötietoina yhdistettävissä rekisteröityyn. 
 
HeTiL ei näyttäisi estävän sitä, että rekisteröidylle lähetetään tieto rekisteröityä koskevista 
tiedoista sähköisessä muodossa, jos rekisteröidyn henkilöllisyys kyetään varmentamaan 
luotettavasti. Sähköinen muoto voi tarkoittaa esimerkiksi sähköisen palvelun tai 
sähköpostin käyttöä tietojen välittämisessä rekisteröidylle. Sähköpostin käyttäminen ei 
kuitenkaan ole suositeltavaa silloin, kun luovutettavat tiedot sisältävät salassa pidettävää 
tai arkaluonteista tietoa.233 Eduskunnan oikeusasiamies on todennut, ettei sähköpostiviestin 
asianmukainen suojaaminen estä sen sisältämien tietojen päätymistä väärälle 
vastaanottajalle esimerkiksi silloin, kun vastaanottajan sähköpostiosoite on kirjoitettu 
virheellisesti. Tämän vuoksi viestin vastaanottajan sähköpostiosoite tulisi aina varmistaa 
erikseen.234  
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
232 Tietosuojavaltuutetun toimisto 22.8.2014, s. 6 
233 Ks. Voutilainen 2012, s. 261 
234 EOA 4.8.2008 161/4/07. 
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Tietosuojavaltuutettu on päätöksessään 1164/41/2005 katsonut, että 
rekisterinpitäjä voi halutessaan tarjota palvelun, johon rekisteröity voi 
kirjautua omilla tunnuksillaan tarkastaakseen, muokatakseen ja poistaakseen 
omia tietojaan maksutta. Sähköisen palvelun tarjoaminen ei kuitenkaan voi 
korvata rekisterinpitäjän velvollisuutta tarvittaessa tarjota rekisteröidylle 
mahdollisuus tarkastaa tietonsa jollakin muulla rekisteröidyn pyytämällä 
tavalla. 
 
Sähköisten palveluiden tarjoaminen ei korvaa tarkastusoikeuspyynnön käyttämistä 
ainakaan niissä tilanteissa, kun palvelu ei tarjoa rekisteröidyn katsottavaksi kaikkea häntä 
koskevaa rekisteritietoa eikä anna rekisteröidylle mahdollisuutta vaikuttaa katsottavien 
tietojen laajuuteen. Sähköisistä katselupalveluista ei ole annettu yleistason lainsäädäntöä, 
mutta niiden tulee toteuttaa henkilötietoja sisältäessään HeTiL:n säädökset muun muassa 
henkilötietojen asianmukaisen suojaamisen osalta.235 Viranomaistoiminnassa sähköisestä 
asioinnista on annettu joitakin erityissäädöksiä, joista JulkisuusL:n ohella voidaan mainita 
muun muassa STASL, SähkAsL ja HallintoL.  
 
Esimerkkinä sähköisestä pääsystä viranomaisen ylläpitämiin rekistereihin voidaan mainita 
kansalaisen käyttöliittymä, jolla tarkoitetaan erityisesti terveydenhuoltoa koskevaa, 
rekisteröidyn omien tietojen sähköistä katseluyhteyttä. Kansalaisen käyttöliittymästä 
säädetään STASL:n 19 §:ssä. STASL 19.1 §:n mukaisesti potilaalle voidaan antaa 
kansalaisen käyttöliittymän avulla muun muassa tietoja suostumuksesta, kielloista sekä 
luovutuslokitiedot lukuun ottamatta luovuttajan ja luovutuksensaajan henkilötietoja sekä 
niitä luovutuslokitietoja, joita potilaalla ei henkilötietolain 27 §:n 1 momentin 1–4 kohdan 
mukaan ole oikeutta saada. Tietoja voidaan antaa myös potilaan tiedonhallintapalveluun 
merkitystä elinluovutuskiellosta, hoitotahdosta ja muusta potilaan terveyden- ja 
sairaanhoitoa tai elinluovutusta koskevasta tahdonilmaisusta, palvelutapahtumien paikoista 
ja ajoista, hoidon kannalta keskeisistä tiedoista, lääkemääräystiedoista, hoito-ohjeista sekä 
lähetteistä, yhteenvetoja annetuista hoidoista, hoitojen loppulausunnoista sekä 
lääkärintodistuksista ja -lausunnoista. Potilaalle voidaan antaa myös myös ajanvaraustiedot 
sekä laboratoriotulokset, kuvantamistulokset ja muut vastaavat tutkimustulokset (STASL 
19.2 §). Joissakin tapauksissa potilas voi myös kommunikoida käyttöliittymän välityksellä: 	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potilas voi tehdä muun muassa STASL 11 §:n mukaisen suostumuksen tai kiellon 
potilastietojensa luovutuksesta sekä suostumukseen tai kieltoon liittyvän STASL 12 §:n 
mukaisen suostumus- tai kieltoasiakirjan sekä tehdä elinluovutuskiellon, hoitotahdon ja 
muun terveyden- ja sairaanhoitoa koskevan tahdonilmaisun (STASL 19.4 §). Kansalaisen 
käyttöliittymä ei kuitenkaan vaikuta potilaan mukaiseen henkilötietojen tarkastusoikeuteen 
(STASL 19.4 §) eikä siten korvaa rekisteröidyn tarkastusoikeutta. 236  Käyttöliittymän 
välityksellä toteutettu tietopalvelu ei välttämättä toteuta henkilötietojen ymmärrettävyyden 
vaatimusta tai sisällä kaikkia henkilörekisteriin talletettuja tietoja rekisteröidystä.237 
 
HeTiL ei näyttäisi estävän eikä toisaalta velvoittavan rekisterinpitäjää avaamasta 
rekisteröidylle sähköistä käyttöyhteyttä rekisteriin henkilötietojen katselemista varten. 
Tarkastusoikeuden toteuttamisen mahdollistaminen sähköisesti jää siten rekisterinpitäjän 
harkittavaksi. 
3.3  Oikeus omiin tietoihin viranomaisen rekisterissä 
 
Rekisteröidyn oikeus saada tietoa korostuu etenkin silloin, kun tietoa pitää hallussaan 
viranomainen. Viranomaiset keräävät ja jalostavat paitsi henkilötietoa, myös laajasti muuta 
tietoa aina yhteiskunnallisesta ja taloudellisesta tiedosta paikkatietoihin. Viranomaisten 
hallussa olevat tietovarannot ovat arvokkaita niin tiedollisesti kuin kaupallisesta 
näkökulmasta. 238   Oikeutta saada tietoa viranomaisilta ja muuta henkilötietojen 
luovuttamista viranomaisten rekisteristä säätelee ensisijaisesti JulkisuusL (HeTiL 8.4 §).  
 
HeTiL:a sovelletaan yleislakina henkilötietojen käsittelyyn myös viranomaisten 
toiminnassa. Viranomaisten tulee huomioida JulkisuusL:a sovellettaessa HeTiL:n 
henkilötietojen käsittelyn yleisiä edellytyksiä koskevat yleiset ja erityiset säännökset. 
HeTiL:n huomioitavia säännöksiä ovat mm. henkilötietojen käsittelyn suunnittelu (HeTiL 
6 §), huolellisuusvelvoite (HeTiL 5 §), tietojen laatua koskevat tarpeellisuus- ja 
virheettömyysvaatimus (HeTiL 9 §) ja tietojen suojaamisvelvoite (HeTiL 32 §). 
Viranomaisen tulee tietoja käsitellessaan huomioida myös henkilötunnuksen käsittelyyn 
liittyvät vaatimukset (HeTiL 13 §), rekisteröidyn kielto-oikeus (HeTiL 30 §) sekä 
rekisterinpitäjän informointivelvoite rekisteröityä kohtaan (HeTiL 24 §). Erityislakien 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
236 Ks. StVM 47/2006 vp, s. 5 
237 Voutilainen 2012, s. 268 
238 Mäenpää 2008, s. 9 
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säännökset henkilörekisterin tietojen luovuttamisesta ovat ensisijaisia JulkisuusL:n 
säännöksiin nähden, mutta eivät poissulje HeTiL:n soveltamista.239 
 
HeTiL:n mukaiseen tarkastusoikeuteen verrattuna JulkisuusL:n mukaiset oikeudet saada 
tieto viranomaisen asiakirjasta vaihtelevat riippuen tiedon pyytäjän asemasta suhteessa 
viranomaisessa käsiteltävään asiaan: oikeus saada tietoja viranomaisen asiakirjasta voi 
perustua yleisö- tai asianosaisjulkisuuteen, ja henkilöllä voi myös olla oikeus saada tieto 
itseään koskevasta asiakirjasta. Seuraavaksi tarkastelen viranomaisten toimintaa ohjaavaa 
julkisuusperiaatetta ja sekä JulkisuusL:n määrittelemiä yksilön tiedonsaantioikeuksia 
viranomaisten rekistereristä. 
3.3.1  Julkisuusperiaate tiedonsaantioikeuksien perustana 
 
Oikeus saada viranomaisen hallussa olevaa tietoa perustuu ennen kaikkea viranomaisten 
toimintaa monin tavoin ohjaavalle julkisuusperiaatteelle. Julkisuusperiaatteesta on säädetty 
PL 12.2 §:ssä, jonka mukaan viranomaisen hallussa olevat asiakirjat ja muut tallenteet ovat 
julkisia, jollei niiden julkisuutta ole välttämättömien syiden vuoksi lailla erikseen 
rajoitettu. PL:n säännös kattaa myös asiakirjajulkisuuden: jokaisella on oikeus saada tieto 
julkisesta asiakirjasta ja tallenteesta. Viranomaistoiminnassa erityisesti JulkisuusL 
täydentää perustuslaillista julkisuusperiaatetta.240 JulkisuusL 1.1 §:n mukaan viranomaisten 
asiakirjat ovat julkisia, jollei JulkisuusL:ssa tai muussa laissa erikseen toisin säädetä. 
 
Julkisuusperiaate takaa jokaiselle oikeuden saada tietoa sekä siitä, miten viranomainen 
käyttää julkista valtaa, että viranomaisten muusta toiminnasta. Julkisuusperiaatteen 
kohteena on yleensä viranomaisen hallussa oleva tallennettu tieto. Myös tallentamattoman 
informaation voidaan katsoa kuuluvan julkisuusperiaatteen soveltamisalaan ainakin 
viranomaisen tiedottamis-, neuvonta- ja vaitiolosäännösten kautta. 241  Julkisuusperiaate ei 
typisty oikeuteen saada tietoa, vaan se kattaa laajassa merkityksessä myös mahdollisuuden 
avoimeen keskusteluun yhteiskunnassa sekä kansanedustuslaitoksen toiminnan 
julkisuuden. Toisaalta julkisuusperiaatteella tarkoitetaan myös mielipiteen- ja 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
239 Tietosuojavaltuutetun toimisto 27.7.2010(b), s. 4. 
240 Voutilainen, Huttunen 2015, s. 77 
241 Mäenpää 2008, s. 22 
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sananvapautta sekä oikeutta vaikuttaa yhteisiin asioihin. Sekä sananvapaus että vapaa 
tiedonvälitys vaikuttavat vahvasti julkisuusperiaatteen taustalla.242 
 
Mäenpään mukaan julkisuuden keskeisimmät tehtävät liittyvät ensinnäkin 
oikeusvarmuuden ja oikeusturvan takaamiseen. Julkisuusperiaate vahvistaa kansalaisen 
mahdollisuutta osallistua julkisen vallan käyttöön ja siihen vaikuttamiseen sekä julkisten 
varojen käytön valvontaan. Viranomaisten toiminnan julkisuus edistää myös avointa ja 
hyvää hallintoa. Lisäksi julkisuus tukee sananvapautta antamalla kansalaisille 
mahdollisuuden muodostaa yleinen mielipide, viestiä hallintoa koskevasta toiminnasta 
sekä kritisoida viranomaisten toimintaa. 243  Voutilaisen mukaan julkisuusperiaate 
näyttäytyy viranomaistoiminnassa asiankäsittelyn julkisuutena, asiakirjajulkisuutena sekä 
tiedonhallintaperiaatteiden, tehokkaan tiedottamisen ja tiedon tuottamisen avulla.244  
 
Viranomaisten toiminnan ja asiakirjojen julkisuus ei ole rajoittamatonta. Julkisuutta 
voidaan rajoittaa, jos se loukkaa tärkeitä yleisiä ja yksityisiä etuja, jotka ovat yleensä 
perustuslakisidonnaisia. 245  Myös tiedotusvälineiden toteuttama julkisuus tulee erottaa 
viranomaisten toiminnan sekä viranomaisten asiakirjojen julkisuudesta.246 
 
Viranomaisten ja laajemmin julkisen hallinnon toiminta on luonteeltaan 
tietointensiivistä.247 Tietointensiivisyys asettaa vaatimuksen hallinnoida tietoja tehokkaasti. 
Tiedonhallinnan käsitteellä tarkoitetaan viranomaisten tietoaineistoihin kohdistuvien 
intressien huomioimista koskevia vaatimuksia. Vaatimukset voivat kohdistua asiakirjojen 
julkisuuteen, salassapitoon ja arkistointiin. Toisaalta tietoaineistoihin voi kohdistua myös 
henkilötietojen suojaan, tietojen käyttötarkoituksiin sekä tietoturvallisuuteen liittyviä 
vaatimuksia.248  Hyvän tiedonhallintatavan vaatimuksia on lueteltu JulkisuusL 18 §:ssä, 
jonka 1 momentin mukaan viranomaisen tulee hyvän tiedonhallintatavan luomiseksi ja 
toteuttamiseksi huolehtia asiakirjojen ja tietojärjestelmien sekä niihin sisältyvien tietojen 
asianmukaisesta saatavuudesta, käytettävyydestä ja suojaamisesta sekä eheydestä ja 
muusta tietojen laatuun vaikuttavista tekijöistä. Tiedonhallinnan kohteina ovat julkisessa 	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246 Tiilikka 2007, s. 462 
247 Voutilainen, Huttunen 2015, s. 69 
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hallinnossa asiakirjat, viranomaisen asiakirjat sekä viranomaisten ylläpitämät 
henkilörekisterit.  
 
Lainsäädännön tasolla tiedonhallinta ja siihen liittyvät vastuukysymykset määräytyvät 
paitsi JulkisuusL:n, myös ArkistoL:n sekä HeTiL:n perusteella. Sovellettavasta 
lainsäädännöstä riippuu, miten tiedonhallinnan yksikkö määritellään: JulkisuusL:ssa 
tiedonhallinnan yksikkö on yksittäinen viranomainen, ArkistoL:n perusteella 
tiedonhallinnan yksikkö on viranomainen arkistonmuodostajana, ja HetiL:ssa 
tiedonhallinnan yksikkönä toimii rekisterinpitäjä.249 Viranomaisen rooli tiedonhallinnassa 
määräytyy siten ensisijaisesti laissa säädettyjen tehtävien pohjalta. 
 
Euroopan Unionin sääntelyn tasolla julkisen sektorin hallussa olevien tietojen käyttöä 
arvioitaessa tulee huomioida PSI-direktiivin 250  vaikutus viranomaistoimintaan. 
Direktiivillä on vahvistettu vähimmäissäännöt julkisen sektorin hallussa olevien 
asiakirjojen uudelleenkäytölle. PSI-direktiivin 3 artiklassa muotoillun pääperiaatteen 
mukaisesti jäsenvaltioiden on varmistettava, että julkisen sektorin elinten hallussa olevien 
asiakirjojen uudelleenkäyttö on direktiivin rajoissa sallittua, ja että asiakirjoja voidaan 
tällöin käyttää uudelleen kaupallisiin ja muihin kuin kaupallisiin tarkoituksiin. 
Julkisuusperiaatteen tehokas toteutuminen edellyttää siten paitsi oikeutta saada tietoa 
viranomaisten tuottamista aineistoista, myös oikeutta hyödyntää sitä kaupallisessa 
tarkoituksessa.   
 
Tekniikan ja laajemmin digitalisaation mahdollistamat uudet tietojen käsittelyn mallit 
ulottuvat myös viranomaistoimintaan ja ovat mahdollistaneet 1990-luvulta alkaneen 
siirtymisen sähköiseen hallintoon. Julkishallinto on muuttunut palveluorientoituneeksi ja 
siirtynyt enenevissä määrin verkkoon. Sähköinen hallinto on muuttunut yleistermiksi, josta 
puhuttaessa tarkoitetaan useimmiten kaikkea teknologian mahdollistamaa julkisen sektorin 
toimintaa. Mayer-Schönberger ja Lazer ovat puhuneet sähköisen hallinnon käsitteen 
rinnalla informaatiohallinnosta, jolla pyritään kuvaamaan valtion ja yksilön välillä 
liikkuvaa tiedon virtaa.251  	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Lisääntynyttä informaation virtaa yksilön ja valtion välillä kuvastavat sekä 
valtionhallinnon digitalisaatiohankkeet että avoimen datan lisääntyminen. Suomen 
nykyisen hallituksen hallitusohjelman tavoitteiden läpileikkaavana teemana on 
digitalisaatio. 252  Hallitus mainitsee strategisina tavoitteinaan muun muassa hallinnon 
sisäisten prosessien ja julkisten palveluiden digitalisoinnin, mutta ottaa tavoitteekseen 
myös kansalaisten tiedonsaantioikeuksien vahvistamisen. Hallituksen eräänä tavoitteena on 
vahvistaa kansalaisten oikeutta valvoa ja päättää itseään koskevien tietojen käytöstä sekä 
varmistaa tietojen siirtyminen viranomaisten välillä.253 Hallitus kehittää muun muassa 
massadataa hyödyntävää liiketoimintaa ja perustaa omadataan liittyviä kokeiluja. Osana 
toimenpiteitään hallitus teettää oikeudellisen analyysin massadatan ja oman datan käyttöön 
vaikuttavista tekijöistä. Merkittävinä tekijöinä on mainittu datan omistajuuteen, 
yksityisyydensuojaan, tekijänoikeuksiin ja datan siirtoon liittyvät kysymykset. Selvityksen 
perusteella saatetaan käynnistää myös lainsäädäntöhankkeita.254 Oman tiedon hallinnan 
parantamisen ohella hallitus käynnistää valmistelutoimet myös esityksestä uudeksi 
tiedonhallintalaiksi, jonka tarkoituksena on yhtenäistää säännöksiä tiedon hallinnasta, 
julkisuudesta, käytöstä sekä arkistoinnista. 255 
 
Julkisesta tiedosta on käsitteenä erotettava avoin tieto tai avoin data. Avoin data on dataa, 
joka on tarkoitettu kierrätettäväksi ja käytettäväksi vapaasti avoimella lisenssillä256, ja sen 
merkitys on korostunut etenkin viranomaisen hallussa olevan tiedon kaupallisessa 
hyödyntämisessä. 257  Avoimen datan määritelmä saattaa keskustelusta riippuen saada 
vaihtelevia piirteitä esimerkiksi avoimesta lisensoinnista, teknisistä rajapinnoista, datan 
koneluettavuudesta tai formaateista hallinnon läpinäkyvyyteen, ihmisten 
osallistumismahdollisuuksiin, julkisuusperiaatteeseen tai tiedon uudelleenkäytettävyyteen. 
Julkisen datan avoimuuteen saattaa vaikuttaa lainsäädännön ohella esimerkiksi aineiston 
tekninen saavutettavuus ja löydettävyys, aineistosta perittävät maksut sekä aineiston 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
operatiiviset perus- ja taustatietojärjestelmät, informaatioteknologisia osia yhdistävät tietoverkot, 
sekä tietojärjestelmien ja palveluiden hallinnon käyttäjät. 
252 VNK 10/2015, s. 26 
253 ibid.	  
254  VNK 13/2015, s. 78 
255 VNK 13/2015, s. 73	  
256 VM 2/2012, s. 28 
257 Valtionhallinnon avointa dataa on saatavilla esimerkiksi www.avoindata.fi -portaalissa, joka on 
osa valtionvarainministeriön avoimen tiedon ohjelmaa. Portaalin tavoitteena on avata 
julkishallinnon tietoja kaikkien saataville maksuttomasti ja koneluettavassa muodossa. 
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lisensoinnin ehdot. Joissakin yhteyksissä avoin data on määritelty vain sellaiseksi dataksi, 
johon ei kohdistu esimerkiksi yksityisyyden suojaan liittyviä rajoitteita.258 
 
Avoin data on kytköksissä julkisuusperiaatteeseen etenkin viranomaisen hallinnoiman 
tiedon kaupallisen arvon kautta. Julkisuusperiaate ei rajoitu pelkästään määritelmiin 
julkisista ja salassa pidettävistä tiedoista, vaan viranomaisen hallinnoima tieto on myös 
taloudellisesti arvokasta raaka-ainetta. Tiilikka on perustellut viranomaisen hallussa olevan 
tiedon julkisuuden tärkeyttä julkisuusperiaatteen ohella talouskasvun vahvistamisella ja 
uusien liiketoimintamallien luomisella: viranomaisen hallussa olevaa tietoa prosessoimalla 
ja muuten hyödyntämällä voidaan luoda uusia palveluja. Uusien 
liiketoimintamahdollisuuksien luominen edellyttää, että viranomaiset julkaisevat dataa 
muodossa, jota on helppo hyödyntää tavanomaisilla ohjelmistoilla.259 Mäenpään mukaan 
julkisuusperiaate ei kuitenkaan nimenomaisesti sääntele esimerkiksi liiketaloudellisten 
näkökohtien huomioon ottamista julkisuusperiaatteen toteuttamisessa: pääsääntöisesti 
JulkisuusL:n sääntely on neutraalia suhteessa tietojen käyttötapaan ja -tarkoitukseen sekä 
tietojen taloudelliseen hyödyntämiseen.260 
 
Avoin data on erotettava myös omadatasta tiedollisena käsitteenä, vaikka niillä onkin 
yhtymäkohtia. Sekä avoimeen dataan että omadataan tiedollisena käsitteenä liittyy tarve 
luoda uudenlaisia sääntelymalleja ja teknisiä standardeja, jotka liittyvät muun muassa 
koneluettaviin rajapintoihin, standardeihin sekä tiedonhallinnan palveluihin. Sekä 
avoimeen dataan että omadataan voidaan myös liittää vaatimukset tiedon avoimuudesta, 
vapaasta käytettävyydestä sekä uudelleen jaettavuudesta niin teknisestä kuin juridisestakin 
näkökulmasta.261 
 
Jo lyhyt katsaus viranomaisten hallinnoiman tiedon julkisuuteen osoittaa, että 
viranomaisten hallinnoiman tiedon käsittelytavat ovat jonkinasteisessa murroksessa. 
Vaatimukset yhä kattavammista mahdollisuuksista hyödyntää viranomaisten keräämää ja 
tuottamaa tietoa kaupallisiin ja ei-kaupallisiin tarkoituksiin ovat yleistymässä ja 
muuttamassa perinteistä jaottelua julkisiin ja ei-julkisiin tietoihin. Myös omadata on 
mainittu hallituksen hankkeissa nimenomaisesti, mikä merkinnee tulevaisuudessa ainakin 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
258 LVM 2010, s. 34 
259 Tiilikka 2013, s. 83 
260 Mäenpää 2008, s. 10 
261 LVM 2/2014, s. 17	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selvitystyötä sen osalta, voidaanko yksilön oman tiedon hallintaa parantaa 
valtionhallinnossa. 
3.3.2  Asiakirja, viranomaisen asiakirja ja viesti julkisuuden kohteena 	  
Julkisuusperiaatteen kannalta tärkeä käsite on asiakirjan käsite: viranomaisissa asian 
käsittely on asiakirjakeskeistä. JulkisuusL ja julkisuusperiaate rakentuvat ensi kädessä 
oikeudelle saada tieto viranomaisen asiakirjasta – julkisuutta voidaan siten kuvailla 
asiakirjakeskeisenä käsitteenä.262  Myös hyvä tiedonhallinnan tapa on suoraan kytköksissä 
asiakirjojen julkisuuden vaivattomaan toteutukseen. Esimerkiksi JulkisuusL:n 18 § 1 
momentin 4 kohdan mukaan viranomaisen tulee suunnitella ja toteuttaa asiakirja- ja 
tietohallintonsa samoin kuin ylläpitämänsä tietojärjestelmät ja tietojenkäsittelyt niin, että 
asiakirjojen julkisuus voidaan vaivattomasti toteuttaa ja että asiakirjat ja tietojärjestelmät 
sekä niihin sisältyvät tiedot arkistoidaan tai hävitetään asianmukaisesti. Myös asiakirjojen 
ja tietojärjestelmien sekä niihin sisältyvien tietojen suoja, eheys ja laatu on turvattava 
asianmukaisin menettelytavoin ja tietoturvallisuusjärjestelyin ottaen huomioon tietojen 
merkitys ja käyttötarkoitus sekä asiakirjoihin ja tietojärjestelmiin kohdistuvat uhkatekijät ja 
tietoturvallisuustoimenpiteistä aiheutuvat kustannukset. 
 
Asiakirjan käsitettä määritellessä tulee erottaa arkikielinen ja lainsäädännöllinen käsite. 
Voutilainen ja Huttunen määrittelevät asiakirjan käsitteen lainsäädännöllisessä kontekstissa 
kahdessa eri merkityksessä: asiakirja on ensinnäkin tietokokonaisuusobjekti, joka vastaa 
tiettyyn määriteltyyn käyttötarkoitukseen. Toisaalta asiakirja voi olla 
tiedonsaantioikeuksien, salassapitovelvollisuuksien ja säilyttämisvelvollisuuksien alainen 
käsite. 263  Viranomaisen ylläpitämistä rekistereistä puhuttaessa tiedonsaantioikeuden 
ensisijainen ulottuvuus on siten asiakirja. 
 
JulkisuusL määrittelee erikseen asiakirjan ja viranomaisen asiakirjan. Asiakirjalla 
tarkoitetaan JulkL 5.1 §:n mukaan kirjallisen ja kuvallisen esityksen lisäksi sellaista 
käyttönsä vuoksi yhteen kuuluviksi tarkoitetuista merkeistä muodostuvaa tiettyä kohdetta 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
262 Ks. Mäenpää 2008, s. 2–5. Asiakirjajulkisuuden korostuminen julkisuusperiaatteen 
toteuttamisessa ei kuitenkaan Mäenpään mukaan tarkoita, että vain tallennettu tieto olisi julkista. 
Myös tallentamaton tieto kuuluu julkisuusperiaatteen alaan. Ks. myös Voutilainen, Huttunen 2015, 
s. 75 
263 Voutilainen, Huttunen 2015, s. 76 
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tai asiaa koskevaa viestiä, joka on saatavissa selville vain automaattisen tietojenkäsittelyn 
tai äänen- ja kuvantoistolaitteiden taikka muiden apuvälineiden avulla.264 
 
Korkeimman hallinto-oikeuden ratkaisussa KHO:2007:64 
Keskusrikospoliisilla oli hallussaan merkittävä määrä X:ää koskevaa 
konekielistä käsittelemätöntä tietoaineistoa, joka oli kerätty haltuun 
Keskusrikospoliisin televalvonnassa ja puhelinkuuntelussa. Aineistoa ei ollut 
käsitelty, sillä sitä ei ollut käytetty esitutkinnassa eikä liitetty 
esitutkintapöytäkirjaan. KHO totesi, ettei kerääntynyttä aineistoa voitu pitää 
kokonaisuutena ja eikä sellaisenaan viranomaisen asiakirjana. X:llä ei ollut 
oikeutta saada tietoa aineistosta. 
 
KHO:n ratkaisu osoittaa, että tietopyynnön kohteena olevan aineiston määritteleminen 
asiakirjaksi voi joskus ratkaista, onko asianosaisella oikeutta saada tietoa aineistosta. 
KHO:n ratkaisu vaikuttaisi kuitenkin painottavan aineiston tosiasiallista käsittelyä, kun 
taas JulkisuusL 5.1 §:n mukainen sanamuoto näyttäisi painottavan aineiston potentiaalista 
käsittelyä: sitä, onko tietty kohde tai viesti saatavissa selville. 
 
Asiakirjan käsite kattaa niin perinteiset asiakirjat kuin sähköiset asiakirjat. Sähköisellä 
asiakirjalla tarkoitetaan SähkAsL 4 § 3 kohdan mukaan sähköistä viestiä, joka liittyy asian 
vireillepanoon, käsittelyyn tai päätöksen tiedoksiantoon: sähköisen asiakirjan käsite on 
siten suoraan kytköksissä ja myös sisältyy viranomaisen asiakirjan käsitteeseen.265 Myös 
muu kuin perinteinen tai sähköinen asiakirja voi olla JulkisuusL:n mukainen asiakirja, jos 
se on saatavissa selville apuvälinein. Asiakirjan määritelmä voi soveltua myös sellaiseen 
asiakirjaan, jonka viesti ei ole välittömästi ymmärrettävissä. Sääntely on siten väline- ja 
teknologianeutraalia.266 
 
JulkisuusL:n mukainen tiedonsaantioikeuden ulottuvuus kohdistu asiakirjaan, mutta 
tiedonsaantioikeuden varsinaisena kohteena on JulkisuusL:n mukaan viesti. Viesti voi 
koskea tiettyä asiaa tai kohdetta, mutta on aina käyttönsä vuoksi yhteen kuuluviksi 
tarkoitetuista merkeistä muodostuva kokonaisuus. Kyse on lainsäädännön tarkoitusta 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
264 JulkisuusL:n asiakirjan määritelmää vastaava määritelmä on myös ArkistoL:n asiakirjan 
määritelmä (ks. ArkistoL 6.2 §). 
265 Voutilainen 2012, s. 91	  
266 HE 30/1998 vp, s. 53	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toteuttavasta määritelmästä. Määritelmän tarkoituksena on erottaa merkintöjen 
tallennusväline ja laissa tarkoitettu asiakirja: yhdelle tallennusvälineelle tallennetut 
merkinnät eivät välttämättä muodosta asiakirjaa, vaan yhteen viestiin tai asiakirjaan 
kuuluvia merkintöjä voi olla usealla tallennusvälineellä. Merkintöjen looginen yhteys 
ratkaisee, miten asiakirja (ja oikeus saada tietoa tietystä asiakirjasta) määritellään. 267 
 
Asiakirjan määritelmä johtaa siihen lopputulokseen, että viranomainen ei ole velvollinen 
yhdistelemään eri käyttötarkoituksia varten laadittuja tiedostoja julkisuusperiaatteen 
mukaisen tiedonsaantioikeuden nojalla.268 Oikeus saada tieto viranomaisen asiakirjasta ei 
siten velvoita viranomaista yhdistelemään tietoja keskenään. Etenkin sähköisissä 
tietokannoissa tietotekniikka itsessään mahdollistaa tietojen yhdistelyn, jolloin 
tiedonsaantioikeus saattaa kohdistua myös sellaisiin viesteihin, joita viranomainen ei itse 
yhdistele. 269  JulkisuusL:n esityöt eivät kuitenkaan yksilöi, tarkoittaako viranomaisen 
yhdistely viranomaisen fyysisesti suorittamaa, työpanosta vaativaa yhdistämistä, vai 
lukeutuuko asiakirjojen yhdistämiseen myös esimerkiksi viranomaisen tietokannan 
muodostaminen sellaiseksi, että käyttäjä voi itse halutessaan yhdistellä viestejä. 
 
Voutilainen on kuvannut asiakirjan ja henkilörekisterin käsitteiden eroa moniulotteiseksi 
kokonaisuudeksi. Henkilörekisteri voi muodostua joko yhdestä tai useasta asiakirjasta, 
mutta henkilörekisterin ja asiakirjan eron ratkaisee henkilörekisterin sisältö: 
henkilörekisteristä muodostuu JulkisuusL:ssa tarkoitettu asiakirja silloin, jos 
henkilörekisteri pitää sisällään raakadataa, jolla ei ole ”asiakirjallista luonnetta”. Jos 
henkilörekisteri pitää sisällään itsenäisiä kokonaisuuksia tai viestejä, sisältää 
henkilörekisteri asiakirjoja.270 
 
JulkisuusL:n termistössä asiakirjasta erillinen käsite on viranomaisen asiakirja, jolla 
tarkoitetaan JulkisuusL 5.2 §:n mukaan viranomaisen hallussa olevaa asiakirjaa, jonka 
viranomainen tai sen palveluksessa oleva on laatinut taikka joka on toimitettu 
viranomaiselle asian käsittelyä varten tai muuten sen toimialaan tai tehtäviin kuuluvassa 
asiassa. Viranomaisen laatimana pidetään myös asiakirjaa, joka on laadittu viranomaisen 
antaman toimeksiannon johdosta, ja viranomaiselle toimitettuna asiakirjana asiakirjaa, joka 	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268 Ibid. 
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on annettu viranomaisen toimeksiannosta tai muuten sen lukuun toimivalle 
toimeksiantotehtävän suorittamista varten. PL 12.2 § mukaan viranomaisen hallussa olevat 
asiakirjat ja muut tallenteet ovat julkisia, jollei niiden julkisuutta ole välttämättömien 
syiden vuoksi lailla erikseen rajoitettu. Viranomaisen asiakirjan julkisuuteen liittyvät 
velvoitteet kytkeytyvät siten vaatimukseen, että asiakirja on tavalla tai toisella päätynyt 
viranomaisen haltuun: joko viranomaisen itse laatimana tai muuten toimitettuna. 
Viranomaisen asiakirjan alkuperän voidaan siten tyhjentävästi määritellä toiseen kahdesta 
kategoriasta. Asiakirjan laatinut yksittäinen henkilö tai asiakirjan viranomaiselle 
toimittanut taho ei voi päättää asiakirjan julkisuudesta. JulkisuusL:n asiakirjan määritelmä 
ei kuitenkaan merkitse sitä, etteikö viranomaisen haltuun päätyneeseen asiakirjaan voisi 
kohdistua myös muun kuin asianomaisen viranomaisen oikeuksia.271 
 
Asiakirjan katsotaan olevan viranomaisen hallussa ensinnäkin silloin, kun se sijaitsee 
fyysisesti viranomaisen toimipaikassa tai viranomaisessa toimivalla taholla riippumatta 
toimipaikasta. Myös viranomaisen toimeksiantotehtävää varten toimeksiantotehtävän 
suorittajalle antamat asiakirjat ovat viranomaisen hallussa JulkisuusL:n tarkoittamalla 
tavalla. Tällöin olennaista on, että toimeksiantotehtävää varten annettu asiakirja on 
edelleen viranomaisen määrättävissä ja käytettävissä esimerkiksi tietoliikenneyhteyksien 
avulla. 272  Pelkkä mahdollisuus esimerkiksi tarkastella tiedostoa tietoliikenneyhteyden 
avulla ei kuitenkaan tee asiakirjasta viranomaisen hallussa olevaa, vaan tosiasiallinen 
määräysvalta asiakirjaan on ratkaiseva. Esimerkiksi tietoliikenneyhteyksien avulla 
avattavissa olevat verkkoviestit eivät muodosta viranomaisen asiakirjaa, sillä 
viranomaisella ei ole niihin määräysvaltaa.273 
3.3.3  Asianosaisjulkisuus ja yleisöjulkisuus tiedonsaantioikeuden perustana 
 
Julkisuuslain tiedonsaantioikeuden perustana on ensinnäkin yleisöjulkisuus sekä 
asianosaisjulkisuus. Jokaisella on oikeus saada tieto viranomaisen asiakirjasta, joka on 
julkinen (JulkisuusL 9.1 §). Kun tiedonsaantioikeus perustuu yleisöjulkisuuteen, se koskee 
jokaista luonnollista henkilöä kansalaisuudesta riippumatta, oikeushenkilöitä sekä 
viranomaisia. Tiedonsaantioikeus on ehdoton, mikä tarkoittaa, ettei viranomaisella ole 
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harkintavaltaa tiedon antamisessa, vaan tieto on aina annettava kun sitä pyydetään.274 Jos 
asiakirja ei vielä ole JulkisuusL 6 ja 7 § mukaan julkinen, viranomainen voi antaa siitä 
tiedon harkinnanvaraisesti (JulkisuusL 19.2 §). 
 
Henkilöllä on oikeus saada tieto muistakin kuin julkisista asiakirjoista silloin, kun 
asiakirjat koskevat tai käsittelevät sellaista asiaa, jossa hän on asianosaisena.  JulkisuusL 
11.1 § määrittelee asianosaisen hakijaksi, valittajaksi sekä muuksi henkilöksi, jonka 
oikeutta, etua tai velvollisuutta asia koskee. Asianosaisella on, tietyin JulkisuusL:ssa 
säädetyin poikkeuksin, oikeus saada asiaa käsittelevältä tai käsitelleeltä viranomaiselta 
tieto muunkin kuin julkisen asiakirjan sisällöstä, joka voi tai on voinut vaikuttaa hänen 
asiansa käsittelyyn (JulkisuusL 11.1 §). Vaikuttavuuden ei kuitenkaan tarvitse ulottua 
viranomaisen ratkaisun sisältöön.275  
 
Tiedonsaantioikeus asianosaisjulkisuuden perusteella ei ole rajoittamaton. 
Tiedonsaantioikeutta ei ole muun muassa silloin, kun tiedon antaminen asiakirjasta olisi 
vastoin erittäin tärkeää yleistä etua taikka lapsen etua tai muuta erittäin tärkeätä yksityistä 
etua (JulkisuusL 11.2.1 §). Hallintoasioissa asianosaisena on useimmiten etua tai oikeutta 
itselleen hakeva luonnollinen henkilö tai henkilö, jolle on asetettu jokin velvollisuus. Myös 
valtio, kunta tai oikeushenkilö voi tietyissä tilanteissa olla asianosainen. Asianosaisaseman 
edellytyksenä on kuitenkin pääsääntöisesti jonkinlainen toimintaan sidottu 
henkilökohtainen tai oikeudellinen intressi.276 
 
Korkeimman hallinto-oikeuden tapauksessa KHO 2010:60 X ja Y olivat 
hakeneet Suomen ympäristökeskuksen (SYKE) johtajatasoista virkaa. Y:n 
saatua viran X oli pyytänyt SYKEltä Y:n soveltuvuustestituloksia, jotka 
olivat JulkisuusL 24 §:n 1 momentin 29 kohdan mukaan salassa pidettäviä. 
SYKE kieltäytyi antamasta Y:n testituloksia vedoten JulkisuusL 11 § 2 
momentin 1 kohtaan: tietojen antaminen X:lle olisi ollut vastoin erittäin 
tärkeää yksityistä etua. KHO pysytti SYKEn päätöksen. KHO kuitenkin 
totesi, että X oli virkaa hakeneena JulkisuusL 11 §:n 1 momentissa tarkoitettu 
asianosainen viran täyttöä koskevassa asiassa. Virkaan valitun Y:n 	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soveltuvuustestin tulokset olivat saattaneet vaikuttaa virkaan valitsemiseen, 
mutta tämä ei ollut yksiselitteistä. Soveltuvuustestin tulokset olivat KHO:n 
mukaan rinnastettavissa yksityiselämän suojan piirissä oleviin Y:n 
henkilökohtaisia ominaisuuksia kuvaaviin tietoihin. 
 
JulkisuusL 11 § 2 momentin 1 kohta mahdollistaa tiedonsaantioikeuden rajoittamisen 
myös silloin, kun asianosaisen yksityinen etu saattaisi salassa pidettävän tiedon antamisen 
myötä vaarantua. Yksityistä etua on tarpeen suojata tiedonsaantioikeutta rajoittamalla 
esimerkiksi silloin, kun terveystiedon antaminen saattaisi aiheuttaa ilmeisen itsemurhan 
vaaran asianosaiselle.277 
3.3.4  Oikeus saada tieto itseään koskevasta asiakirjasta 
 
Asianosaisjulkisuudesta ja yleisöjulkisuudesta on erotettava jokaisen oikeus saada tieto 
itseään koskevasta viranomaisen asiakirjasta (JulkisuusL 12 §). Henkilöllä on oikeus saada 
tieto itseään koskevasta viranomaisen asiakirjasta myös silloin, kun hänellä ei ole 
JulkisuusL 11 §:n mukaista asianosaisasemaa. Asianosaisaseman puuttuessa yksilöä 
koskeva tieto liittyy usein tosiasialliseen toimintaan, kuten hoitotoimenpiteisiin tai 
opetukseen liittyviin asiakirjoihin.278 
 
Suhteessa asianosaisjulkisuuteen oikeus saada tietoja itseään koskevasta asiakirjasta on 
suppeampi tiedonsaantioikeuden ulottuvuuden osalta. Asianosaisjulkisuuden kattaessa 
myös sellaisia tietoja, jotka eivät suoraan koske henkilöä itseään, on henkilöllä oikeus 
saada JulkisuusL 12 §:n perusteella vain itseään koskeva tieto.279 Mikäli henkilö ei ole 
asiassa asianosainen, hänellä on oikeus vain niihin tietoihin, jotka on määritelty salassa 
pidettäviksi ja jotka koskevat häntä itseään.280 Toisaalta JulkisuusL 12 §:n mukainen 
tiedonsaantioikeus on asianosaisjulkisuutta laajempi, sillä asianosaisjulkisuus kattaa vain 
sellaiset tiedot, joilla on tai on voinut olla vaikutusta asian käsittelyyn. Kun 
tiedonsaantioikeus perustuu oikeuteen saada tieto itseään koskevasta asiakirjasta, tiedon 
vaikuttavuudella ei ole merkitystä tiedonsaantioikeuden kannalta.281 
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Terveydenhuollossa potilaan oikeuteen saada tieto itseään koskevasta asiakirjasta voi 
liittyä myös laajempi tiedonsaantioikeus: PotilasL 5.1 § mukaan potilaalle on annettava 
selvitys hänen terveydentilastaan, hoidon merkityksestä, eri hoitovaihtoehdoista ja niiden 
vaikutuksista sekä muista hänen hoitoonsa liittyvistä seikoista, joilla on merkitystä 
päätettäessä hänen hoitamisestaan. Selvitystä ei kuitenkaan tule antaa vastoin potilaan 
tahtoa tai silloin, kun on ilmeistä, että selvityksen antamisesta aiheutuisi vakavaa vaaraa 
potilaan hengelle tai terveydelle. Mäenpää on nimittänyt PotilasL:n mukaista 
tiedonsaantioikeutta aktiiviseksi tiedonsaantioikeudeksi.282 Aktiivinen tiedonsaantioikeus 
ei koostu ainoastaan potilaan oikeudesta passiivisesti vastaanottaa tietoja, vaan se sisältää 
oikeuden saada selvitys- ja tulkinta-apua myös potilaasta rekisteröityihin tietoihin sekä 
muista seikoista. 
 
Oikeus saada tieto itseään koskevasta asiakirjasta ei ole ehdoton, vaan vastaa laajuudeltaan 
asianosaisjulkisuutta: oikeutta saada tieto voidaan rajoittaa erittäin tärkeän yleisen tai 
yksityisen edun perusteella. Myös toisen henkilön erittäin tärkeä yksityinen etu voi olla 
perusteena rajoittaa tiedonsaantioikeutta.  
 
Oikeus saada tieto itseään koskevasta viranomaisen asiakirjasta on rinnakkainen oikeus 
HeTiL:n mukaisen tarkastusoikeuden kanssa, ja viranomaisen on tarvittaessa selvitettävä 
tietojansa pyytävälle, kumman säännöksen perusteella tietoja on pyydettävä.283 Mikäli 
henkilön tiedonsaantia rajoitetaan JulkisuusL:n säännösten perusteella, henkilön omiin 
tietoihin voidaan soveltaa myös HeTiL 27 §:n mukaisia rajoituksia omien tietojen 
tarkastusoikeuteen. 284   Eduskunnan oikeusasiamies on todennut, että JulkisuusL:n 
poikkeuksia julkisuusperiaatteesta tulee kuitenkin tulkita suppeasti.285 
 
Tiedonsaannin ulottuvuudesta on sekä asianosaisjulkisuudessa että JulkisuusL 12 § 
mukaisessa tiedonsaantioikeudessa erotettava oikeus saada tietoa lokitiedoista. 
 
Korkein hallinto-oikeus on todennut vuosikirjaratkaisussaan KHO:2014:69, 
ettei poliisin tietojärjestelmän salassa pidettäviä lokitietoja pyytäneellä 	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henkilöllä ollut oikeutta lokitietoihin, vaikka rekisteröidyllä epäili, ettei 
tietojen käsittely ollut lainmukaista. Korkein hallinto-oikeus perusteli 
ratkaisuaan sillä, että lokitiedot eivät koskeneet tietojen pyytäjää vaan 
tietojärjestelmien käyttäjiä.  
 
Voutilaisen mukaan KHO:n ratkaisua ei tulisi tulkita siten, ettei rekisteröidyllä missään 
tilanteissa ole oikeutta saada itseään koskevien tietojen lokitietoja, vaan lokitietojen pyyntö 
voidaan edelleen tulkita kantelunomaisena aloitteena rekisterinpitäjälle. Rekisteröidyllä 
tulisi olla oikeus saada tiedot myös henkilötietojensa käsittelijöistä ja käsittelyn perusteista 
sen jälkeen, kun viranomainen on rekisterinpitäjänä selvittänyt tietojen käytön 
henkilörekisterissä ja varmistanut, että henkilötietoja käsitellään asianmukaisesti.286 
3.3.5  Tietopyyntö viranomaiselle 
 
Kun tietopyyntö osoitetaan viranomaiselle ja viranomainen päättää tiedon antamisesta, on 
kyseessä hallintomenettely. Tietopyyntöihin sovelletaan siten sekä JulkisuusL:a että 
HallintoL:n yleisiä menettelysäännöksiä. JulkisuusL:n tiedonsaantioikeuksia koskevat 
säännökset on muotoiltu siten, että viranomainen antaa tiedon asiakirjasta pääsääntöisesti 
tietopyynnön perusteella. 287 Tiedon antamista koskevat säännökset ovat JulkisuusL 4 
luvussa. 
 
JulkisuusL 13 § 1 momentin mukaan tiedon pyytäjän on ensinnäkin yksilöitävä pyyntönsä 
riittävästi siten, että viranomainen voi selvittää, mitä asiakirjaa pyyntö koskee. Tietopyyntö 
on esitettävä sille viranomaiselle, jonka hallussa asiakirja on, sillä sama viranomainen 
pääsääntöisesti päättää tietojen antamisesta (JulkisuusL 14 §). Yksilöintiä koskeva 
velvollisuus koskee tiedon pyytäjän lisäksi myös viranomaista, jonka on avustettava tiedon 
pyytäjää diaarin ja muiden hakemistojen avulla yksilöimään asiakirja, josta hän haluaa 
tiedon.288 Tällöin jo suuntaa-antavat tiedot, kuten asiakirjan asiasisältö, riittävät tiedon 
pyytäjän osalta yksilöimään tietopyynnön riittävällä tavalla.289 Tietopyynnön kohteena voi 
olla myös uusi asiakirja, jos se voidaan tehdä viranomaisen tavanomaisen toiminnan 
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tuloksena. 290  Laajamittaisissa tietopyynnöissä yksilöinti edellyttää kuitenkin rajausta 
ainakin sen osalta, miltä ajanjaksolta tietoja pyynnetään sekä myös käsiteltävän asian 
osalta: mikäli tietopyynnön asiakokonaisuus on hyvin laaja, ei tietopyynnön 
yksilöintivaatimus täyty.291 
 
Korkeimman hallinto-oikeuden tapauksessa KHO 6.9.2007/2254 X oli 
pyytänyt työttömyyskassalta tietoa sellaisista työttömyyskassan päätöksistä, 
joissa päivärahaa on ennen hakemuksen vireilletuloa myönnetty pidemmältä 
kuin kolmen kuukauden ajalta. X:n pyyntöä ei ollut rajoitettu ajallisesti, ja se 
kohdistui kaikkiin tietynlaisiin asiaratkaisuihin. KHO huomioi päätöksessään 
työttömyyskassan tekemien myöntöpäätösten huomattavan suuren määrän 
sekä aikarajauksen puuttumisen. Lisäksi X:n pyytämät päätökset olisi 
jouduttu hakemaan erikseen muista myöntöpäätöksistä. KHO totesi, ettei X:n 
pyyntö ollut yksilöity siten, että viranomaisen voitaisiin edellyttää 
selvittävän, mitä kohteita asiakirjapyyntö koskee. 
 
Tiedon pyytäjän ei tarvitse selvittää henkilöllisyyttään eikä perustella pyyntöään, ellei tämä 
ole tarpeen viranomaiselle säädetyn harkintavallan käyttämiseksi tai sen selvittämiseksi, 
onko pyytäjällä oikeus saada tieto asiakirjan sisällöstä (JulkisuusL 13.1 §). Esimerkiksi 
silloin, kun tietopyyntö koskee viranomaisen henkilörekisteriä, josta tieto voidaan 
luovuttaa vain tietyin edellytyksin, tiedon pyytäjän on pääsääntöisesti ilmoitettava tietojen 
käyttötarkoitus sekä muut tietojen luovuttamisen edellytysten selvittämiseksi tarpeelliset 
seikat sekä tarvittaessa tiedot siitä, miten tietojen suojaus on tarkoitus järjestää (JulkisuusL 
13.2 §). Henkilörekisteriin kohdistuvissa tietopyynnöissä velvollisuus selvittää tietojen 
käyttötarkoitus ei kuitenkaan ole ehdoton pääsääntö: jos henkilörekisteri on tarkoitettu 
yleiseen käyttöön 292 , ei henkilöllä ole selontekovelvollisuutta pyytämiensä tietojen 
käytöstä. Mikäli tietojen luovuttamiselle on säädetty erityisiä edellytyksiä, 
selontekovelvollisuus tulee ajankohtaiseksi.293 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
290 HE 30/1998 vp, s. 70	  
291 Mäenpää 2008, s. 205 
292 Yleiseen käyttöön tarkoitettuja rekistereitä ovat mm. kaupparekisteri, ajoneuvorekisteri, 
kiinteistörekisteri ja väestötietojärjestelmä. HE 30/1998 vp, s. 73 
293 HaVM 31/1998 vp, s. 9–10 
	  	   77 
JulkisuusL ei erittele, millä tavalla tietopyyntö on esitettävä jotta se olisi pätevä. HallintoL 
19 § mukaan asian vireillepanotapa on pääsääntöisesti kirjallinen. Eduskunnan 
oikeusasiamies on kuitenkin todennut, että asiakirjapyyntö tulee voida esittää suullisesti. 
Viranomainen voi vaatia kirjallista vireillepanoa poikkeuksellisesti esimerkiksi silloin, jos 
puhelimitse esitettävässä tietopyynnösstä luetellaan suuri määrä tunnistetietoja ja muita 
tietoja, ja suullisesti esitetyn tietopyynnön oikean sisällön kirjaaminen muuttuisi 
epävarmaksi tai aiheuttaisi kohtuutonta haittaa virkatoiminnalle.294 
3.3.6  Tiedon antaminen viranomaisen rekisteristä 
 
JulkisuusL 16.1 § mukaan viranomaisen asiakirjan sisällöstä voidaan antaa tieto ensinnäkin 
suullisesti. Asiakirja voidaan myös antaa viranomaisen luona nähtäväksi, jäljennettäväksi 
tai kuunneltavaksi. Asiakirjasta voidaan myös antaa kopio tai tuloste. Tieto asiakirjan 
julkisesta sisällöstä on annettava pyydetyllä tavalla, jollei pyynnön noudattaminen 
asiakirjojen suuren määrän tai asiakirjan kopioinnin vaikeuden tai muun niihin verrattavan 
syyn vuoksi aiheuta kohtuutonta haittaa virkatoiminnalle (JulkisuusL 16.1 §).  
 
Virkatoiminnalle aiheutuvan haitan tulee olla todellista ja olennaista. Tarvittavien 
asiakirjojen etsinnästä aiheutuva vaiva ei ole peruste kieltäytyä toimittamasta asiakirjoja 
pyydetyllä tavalla, ellei pyyntöön vastaaminen sido viranomaisen resursseja 
merkittävästi.295 Myös viranomaisen ratkaisuista automaattisen tietojenkäsittelyn avulla 
ylläpidetyn rekisterin julkisista tiedoista on oikeus saada kopio teknisenä tallenteena tai 
muutoin sähköisessä muodossa, jollei erityisistä syistä muuta johdu (JulkisuusL 16.2 §).  
 
Viranomaisen henkilörekisteristä saa myös antaa henkilötietoja sisältävän kopion tai 
tulosteen tai sen tiedot sähköisessä muodossa, jollei laissa ole toisin erikseen säädetty. 
Tällöin luovutuksensaajalla on kuitenkin henkilötietojen suojaa koskevien säännösten 
mukaan oltava oikeus tallettaa ja käyttää sellaisia henkilötietoja (JulkisuusL 16.3 §). 
Säännös on toissijainen suhteessa muihin säännöksiin, jotka koskevat viranomaisten 
tietoluovutuksia. Säännöstä sovelletaan siten ensisijaisesti henkilötietojen luovutuksiin 
sellaisista henkilörekistereistä, joita viranomainen pitää HeTiL:n perusteella.296 
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Sähköisessä muodossa luovutettavista tiedoista tulee erottaa sähköisen käyttöyhteyden 
avaaminen viranomaisen henkilörekisteriin. Vaikka JulkisuusL 16.3 § mukaan 
henkilötietoja on mahdollista luovuttaa henkilörekisteristä myös sähköisessä muodossa, ei 
JulkisuusL näytä mahdollistavan käyttöyhteyden avaamista tietojen luovuttamiseksi 
luovutuksensaajalle: Poikkeuksen muodostaa JulkisuusL 29.3 §, jonka mukaisesti 
viranomainen voi avata toiselle viranomaiselle teknisen käyttöyhteyden henkilörekisterinsä 
sellaisiin tietoihin, jotka toisen viranomaisen on laissa erikseen säädetyn velvollisuuden 
mukaan otettava päätöksenteossaan huomioon. Kyseinen säännös ei kuitenkaan 
mahdollista tilannetta, jossa luovutuksensaajana olisi jokin muu henkilö tai taho kuin 
toinen viranomainen. 
 
KHO:n ratkaisussa KHO:2015:41 rahoitustoimintaa harjoittava yhtiö oli 
pyytänyt Verohallintoa avaamaan sille teknisen käyttöyhteyden luonnollisten 
henkilöiden tuloverotuksen julkisiin tietoihin. Yhtiöllä oli oikeus käsitellä 
luottoa hakevien asiakkaidensa tietoja HeTiL:n mukaisesti. Verohallinto 
kieltäytyi avaamasta teknistä käyttöyhteyttä vedoten JulkisuusL 16.3 §:ään, 
jossa ei ole mainittu teknisen käyttöyhteyden avaamista mahdollisena 
henkilötietojen luovutustapana. Nimenomaisen säännöksen puuttuessa 
Verohallinto hylkäsi yhtiön hakemuksen. Valituksissaan HO:lle ja sittemmin 
KHO:lle yhtiö vaati aiempien päätösten kumoamista ja että yhtiölle 
luovutetaan henkilöiden tulotietoja teknisen käyttöyhteyden välityksellä. 
 
Ratkaisussaan KHO vetosi perustuslakivaliokunnan kannanottoihin297, joissa 
perustuslakivaliokunta on todennut, että teknisen käyttöyhteyden 
käyttämisestä henkilötietojen luovuttamiseen on säädettävä lain tasoisin 
säännöksin. Nimenomaisen säännöksen puuttuessa teknisen käyttöyhteyden 
avaaminen tuloverotuksen julkisiin tietoihin ei KHO:n mukaan ollut 
mahdollista. Lisäksi KHO totesi, että teknisen käyttöyhteyden avaaminen 
mahdollistaisi yhtiölle rajoittamattoman pääsyn myös muiden kuin sen 
asiakkaiden tuloverotuksen julkisiin tietoihin, joita sillä ei ollut 
henkilötietolain perusteella oikeus käsitellä. 
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KHO:n ratkaisu osoittaa, ettei tietojen massaluonteinen luovutus teknisen käyttöyhteyden 
välityksellä ole JulkisuusL:n mukaan mahdollista silloinkaan, kun luovutuksensaaja olisi 
oikeutettu saamaan kyseiset tiedot erillisillä viranomaiselle esitetyillä pyynnöillä. Tällöin 
esimerkiksi yksityishenkilö ei voisi pyytää viranomaiselta teknistä käyttöyhteyttä omiin 
henkilötietoihinsa. KHO toi ratkaisussaan esiin myös riskin, jonka teknisen käyttöyhteyden 
avaaminen aiheuttaa: mikäli viranomainen ei tarkista tietoja luovuttaessaan, että 
luovutuksensaajalla on oikeus vastaanottaa juuri kyseiset henkilötiedot, lisääntyy riski 
myös sellaisten henkilötietojen luovutuksesta, joita luovutuksensaajalla ei olisi oikeus 
vastaanottaa. 
4  Lopuksi 
 
Edellä olen tarkastellut omadataa kahdesta, toisiaan täydentävästä näkökulmasta. 
Tutkielman ensimmäisessä osassa on pyritty selvittämään, mitä vakiintumattomalla 
omadatan termillä tarkoitetaan. Tässä tarkoituksessa omadataa on tarkasteltu sekä mallina 
että tiedollisena määritelmänä. Tutkielman toisessa osassa on tarkasteltu yksilön 
tiedonsaantioikeuksia de lege lata HeTiL:n ja JulkisuusL:n näkökulmasta. Seuraavassa 
tiivistän tutkielman tulokset kysymyksenasettelua mukaillen. 
 
Tutkielman eräänä tavoitteena on ollut tuoda esille omadatan erilaisia sääntelymalleja 
Yhdistyneen kuningaskunnan ja toisaalta Euroopan Unionin sääntelyn avulla. Valitut 
sääntelymallit eroavat toisistaan sekä sovellettavan oikeusjärjestelmän että sääntelyn 
tavoitteiden osalta. Yhdistyneen kuningaskunnan mydata -malli pyrkii antamaan 
kuluttajalle mahdollisuuden tehdä parempia kulutuspäätöksiä antamalla kuluttajalle 
mahdollisuuden saada itseään koskevaa asiakasdataa käyttöönsä. Näin ollen Yhdistyneen 
kuningaskunnan mydata -malli vahvistaa henkilön tiedonsaantioikeuksia kuluttajana, ja 
tällöinkin vain rajatusti: mydata -malli on haluttu keskittää vain tietyille sektoreille ja 
kohdistaa vain tietynlaiseen dataan. Vaikka mydata -malli sisältää lainsäädännöllisiä 
piirteitä, on lainsäädännön rooli mallin kehittämisessä Yhdistyneessä kuningaskunnassa 
jäänyt epäselväksi, jopa tehottomaksi. 
 
Euroopan Unionin tulevan yleisen tietosuoja-asetuksen data portability -oikeus tarjoaa 
toisenlaisen lähestymistavan omadataan mallina: ehdotettu yleisen tietosuoja-asetuksen 18 
artikla antaisi rekisteröidylle oikeuden sekä saada hallintaansa että siirtää tietoja 
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järjestelmästä toiseen. Oikeutta ei ole rajattu Yhdistyneen kuningaskunnan tapaan 
esimerkiksi toimialakohtaisesti, vaan rajoitukset kohdistuvat luovutettavan tiedon 
alkuperään. 18 artiklan takaama oikeus kohdistuisi OSA-neuvoston yleisnäkemyksen 
perusteella vain rekisteröidyn itsensä antamiin henkilötietoihin. Tällöin oikeus siirtää 
tietoja järjestelmästä toiseen ei kohdistuisi tietoihin, joita rekisterinpitäjä on kerännyt 
rekisteröidystä muista lähteistä ja muilla keinoilla kuin rekisteröidyltä itseltään. Kyse ei 
olisi rekisterinpitäjän velvollisuudesta siirtää tietoja järjestelmästä toiselle 
rekisterinpitäjälle rekisteröidyn pyynnöstä, vaan rekisteröidyllä olisi oikeus itse siirtää 
rekisterinpitäjältä kopioidut tiedot toiselle rekisterinpitäjälle. 
 
Tiivistäen voidaan todeta, että molemmat tarkastellut omadatan mallit keskittyvät 
sääntelyn tasolla rajaamaan yksilölle luovutettavan datan ulottuvuutta. Tarkastellut mallit 
eivät siten anna yksilölle mahdollisuutta saada haltuunsa kaikkea hänestä tallennettua 
rekisteritietoa. Omadata mallina saattaa kuitenkin tukea yksilöä muiden lainsäädännöllisten 
oikeuksien toteuttamisessa, joista tärkeimpänä voidaan mainita henkilötietojen 
tarkastusoikeus. 
 
Tutkielmassa omadataa on tarkasteltu myös tiedollisesta eli datalähtöisestä näkökulmasta. 
Tällöin henkilön lainmukaisten tiedonsaantioikeuksien takaamisen osalta on olennaista, 
että luovutettava tieto kuuluu HeTiL:n henkilötiedon määritelmän piiriin. Mikäli omadatan 
tiedolliselle käsitteelle annetaan jokin muu sisältö kuin henkilötiedon legaalimääritelmä, 
yksilön mahdollisuudet saada itseään koskevaa tietoa hallintaansa muuttuvat epävarmoiksi. 
Henkilötiedon määritelmä tukee omadatan määritelmää kytkemällä sen lainmukaisiin 
tiedonsaantioikeuksiin. Toisaalta myös henkilötiedon määritelmää voidaan kritisoida sen 
joustamattomuudesta silloin, kun yksilöä koskeva tieto on anonymisoitu: tällöin tietoa ei 
enää määritellä henkilötiedoksi, ja yksilön mahdollisuudet saada tietoa itselleen muuttuvat 
lainsäädännöllisten tiedonsaantioikeuksien puuttuessa heikoiksi. Henkilötietolainsäädäntö 
ei tunnusta anonymisoidun tai pseudonymisoidun datan arvoa yksilölle. 
 
Suomessa yksilö voi toteuttaa tiedonsaantioikeuksiaan pääasiassa HeTiL:iin ja 
JulkisuusL:iin perustuen. HeTiL:n mukainen tarkastusoikeus (26–28 §) sekä JulkisuusL 12 
§:n mukainen oikeus saada tieto itseään koskevasta asiakirjasta antavat yksilölle melko 
rajallisen pääsyn itseä koskeviin tietoihin. Tiedonsaantioikeuden ulottuvuus on sekä 
JulkisuusL 12 §:ssä että HeTiL 26–28 §:ssä pistemäinen. Tarkastusoikeuden kohteena 
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olevat tiedot harvoin muodostavat henkilölle kokonaiskuvan häntä koskevien 
henkilötietojen käytöstä. Kuva itseä koskevista tiedoista jää staattiseksi. Pistemäisyys 
koskee myös JulkisuusL:n oikeutta saada tieto itseään koskevasta asiakirjasta: koska 
JulkisuusL mukaisissa asiakirjoissa henkilöstä kertovat tiedot voivat olla osa viranomaisen 
käsiteltävää asiaa, ei henkilöllä ole ilman asianosaisasemaa mahdollisuutta saada tietoa 
siitä kokonaisuudesta, jossa hänen tietojaan on käsitelty. Sekä HeTiL:n että JulkisuusL:n 
mukaiset tiedonsaantioikeudet vaativat rekisteröidyltä myös aktiivista velvollisuutta 
avustaa tietojen etsinnässä rekisterinpitäjän rekisteristä. Kumpikaan laki ei takaa 
rekisteröidylle mahdollisuutta käyttää tietojaan esimerkiksi sähköisen käyttöliittymän 
välityksellä eikä aseta rekisterinpitäjälle velvollisuutta luovuttaa tietoja yleisesti 
käytetyssä, koneluettavassa formaatissa. Toisaalta silloin, kun rekisterinpitäjä ei ole 
viranomainen, HeTiL ei estä rekisterinpitäjää avaamasta teknistä käyttöyhteyttä 
rekistereihinsä. Tiedonsaantioikeuksia koskevasta lainsäädännöstä rekisterinpitäjälle ei 
kuitenkaan voida johtaa velvollisuutta avustaa rekisteröityä hallinnoimaan itseään 
koskevaa dataa helposti ja reaaliaikaisesti. 
 
Sekä HeTiL että JulkisuusL ovat niiden osauudistuksia lukuun ottamatta 16 vuotta vanhoja 
– ne ovat tulleet voimaan aikana, jolloin viime vuosikymmenenä tapahtunutta ihmisen ja 
tekniikan välisen vuorovaikutussuhteen kehittymistä ei ole osattu ennustaa. Tässä 
tutkielmassakin esitellyistä Euroopan Unionin yleisen tietosuoja-asetukseen sekä 
julkishallinnon avoimeen dataan liittyvistä uudistuksista voidaan päätellä, että 
henkilötiedon hallinnointiin liittyvät perinteiset käsitykset ovat murroksessa. Yksilön 
tiedollista itsemääräämisoikeutta tulee vahvistaa jatkuvasti varmistamalla 
tiedonsaantioikeuksien tehokas toteutuminen myös lainsäädännön tasolla, kun 
henkilötiedot muuttuvat tulevaisuudessa enenevissä määrin liiketoiminnan raaka-aineeksi.  
 
