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No Istilah   Keterangan 
1 SSL (Secure Socket 
Layer) 
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Berikut ini merupakan simbol-simbol yang digunakan dalam laporan tugas akhir ini, simbol-simbol 
tersebut diuraikan pada tabel dibawah ini. 
 
No Gambar Nama Gambar Keterangan 
1 
 
Process Simbol yang digunakan untuk 
menunjukan aktivitas pengolahan 
informasi atau  menyatakan suatu posisi. 
2 
 
Sub Process Simbol yang digunakan untuk  
menunjukan atribut atribut yang 




Arus/Flow Simbol yang menyatakan proses dari 
suatu proses. 
 
  
 
 
 
 
 
 
 
  
 
