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Tässä opinnäytetyössä vertailtiin Windowsiin tarkoitettuja paketinhallintaohjelmisto-
ja pienille ja keskisuurille yrityksille. Opinnäytetyö tehtiin SataCom Oy:lle, jonka 
tarkoituksena oli tuotteistaa valittu paketinhallintaohjelmisto.  
 
Tavoitteena oli löytää sellainen paketinhallintaohjelmisto, joka toimisi hyvin Sata-
Com Oy:n asiakkaille. Haettavan paketinhallintaohjelmiston tulisi toimia vastaavasti 
kuin Microsoftin SCCM. Lisäksi haettavan paketinhallintaohjelmiston tulisi olla hel-
posti asennettavissa ja ylläpidettävissä. 
 
Alustavaan tarkasteluun otettiin mukaan 11 ohjelmistoa, joista kuusi pääsi mukaan 
testausvaiheeseen. Testausvaiheessa kaksi karsiutui pois, koska ne tarvitsivat SQL 
palvelimen, lopuista neljästä kaksi ei täyttänyt kriteereitä. Testin parhaaksi osoittau-
tui F-Secure Software Updater. Toiseksi paras oli Ninite Pro. F-Securen ratkaisusta 
lanseerattiin myytävä palvelutuote. 
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____________________________________________________________________ 
Few different package management systems for Windows for small and medium 
sized businesses were compared in this thesis. This thesis was made for SataCom Oy. 
The goal was to find the most suitable software for the SataCom Oy to use in its cli-
ents.  
 
Package management system similar to Microsoft SCCM was searched. The package 
management system must also be easily implemented and administrated. 
 
In the beginning there were 11 of different software, but only six of them managed to 
pass the preliminary round. From those six softwares, two required an SQL server so 
they were dropped out from the test. The remaining four were tested successfully. In 
this comparison F-Secure Software Updater was found to be the best and the second 
best option was Ninite Pro. The winning software was made into a service to be re-
sold to clients.  
 ALKUSANAT 
 
Tein opinnäytetyöni SataCom Oy:lle Porin toimipisteen tiloissa, joten haluan kiittää 
SataCom Oy:tä mahdollisuudesta tehdä opinnäytetyöni. Kiitän myös kaikkia työtove-
reitani avusta ja motivoivasta ilmapiiristä. 
 
Lisäksi haluan kiittää kaikkia muita työhön osallistuneita henkilöitä avusta. 
 
 
Eetu Hakkarainen 
  
 LYHENTEET JA KÄSITTEET 
 
Agentti Ohjelma, joka kommunikoi työaseman ja palvelimen vä-
lillä 
 
EXE  Executable. Suoritettava tiedosto 
 
GPL GNU General Public License. GNU ilmainen julkinen 
lisenssi 
 
LAN  Local Area Network. Lähiverkko 
 
LDR Limited Distribution Release. Kriittinen ohjelmisto korja-
us 
 
.NET Framework Microsoftin ohjelmistokomponenttikirjasto 
 
NSIS  Nullsoft Scriptable Install System. Ohjelmiston nimi 
 
PSB Protection Service for Business. F-Securen ohjelmiston 
nimi 
 
RSS  Rich Site Summary. Verkkosyötemuoto 
 
SCCM System Center Configuration Manager. Microsoftin 
ohjelmiston nimi 
 
SQL  Structured Query Language. Kyselykieli 
 
TCP  Transmission Control Protocol. Tietoliikenneprotokolla 
 
UDP  User Datagram Protocol. Yhteydetönprotokolla 
 
WAN  Wide Area Network. Laajaverkko 
 
WoL Wake-on-LAN. Tietokoneen etäkäynnistäminen lähiver-
kossa 
 
WSUS Windows Server Update Services. Windowsin keskitetty 
päivitysten jakaminen toimialueen työasemille 
 
Tässä opinnäytetyössä pienellä yrityksellä tarkoitetaan yritystä, jossa on alle 25 työ-
asemaa ja keskisuurella yrityksellä tarkoitetaan yritystä, jossa on 25 – 100 työase-
maa.  
  
SISÄLLYS 
 
ALKUSANAT 
 
LYHENTEET JA KÄSITTEET 
 
1 JOHDANTO ................................................................................................................. 8 
2 YRITYKSEN ESITTELY ............................................................................................ 9 
3 KÄYTTÖKELPOISUUS JA VAADITTAVAT OMINAISUDET ........................... 10 
4 OHJELMISTOT ......................................................................................................... 12 
4.1 Chocolatey ........................................................................................................ 13 
4.2 F-Secure Software Updater ............................................................................... 13 
4.3 DameWare Patch Manager ............................................................................... 15 
4.4 GFI LanGuard ................................................................................................... 15 
4.5 Ninite Pro .......................................................................................................... 16 
4.6 Nullsoft Scriptable Install System .................................................................... 16 
4.7 ManageEngine Desktop Central 9 .................................................................... 17 
4.8 OneGet .............................................................................................................. 18 
4.9 RuckZuck .......................................................................................................... 18 
4.10 Symantec Deployment Solution 7.6 ................................................................. 18 
4.11 WPKG ............................................................................................................... 19 
4.12 Microsoft SCCM ............................................................................................... 19 
4.13 Lisensiointi ........................................................................................................ 20 
5 TESTAUS .................................................................................................................. 23 
5.1 Testiympäristö................................................................................................... 23 
5.2 Testi 1: Ninite Pro ............................................................................................. 23 
5.3 Testi 2: ManageEngine Desktop Central 9 ....................................................... 25 
5.4 Testi 3: F-Secure Software Updater Policy Managerilla .................................. 25 
5.5 Testi 4: F-Secure Software Updater Advanced PSB portaalilla ....................... 29 
6 TULOKSET ............................................................................................................... 33 
6.1 Chocolatey ........................................................................................................ 33 
6.2 F-Secure Software Updater Policy Manager .................................................... 33 
6.3 F-Secure Software Updater Advanced PSB portaali ........................................ 33 
6.4 DameWare Patch Manager ............................................................................... 34 
6.5 GFI LanGuard ................................................................................................... 34 
6.6 Ninite Pro .......................................................................................................... 34 
6.7 Nullsoft Scriptable Install System .................................................................... 35 
6.8 ManageEngine Desktop Central 9 .................................................................... 35 
 6.9 OneGet .............................................................................................................. 35 
6.10 RuckZuck .......................................................................................................... 36 
6.11 Symantec Deployment Solution 7.6 ................................................................. 36 
6.12 WPKG ............................................................................................................... 37 
7 LOPPUPÄÄTELMÄ .................................................................................................. 38 
7.1 Asiakasesittely demonstraatiotilaisuus ............................................................. 38 
7.2 Jatkotutkimukset ............................................................................................... 39 
LÄHTEET ....................................................................................................................... 40 
LIITTEET 
 
 
 
 
 
 
8 
1 JOHDANTO 
 
Tässä opinnäytetyössä tutkittiin Windows käyttöjärjestelmälle tarkoitettujen eri pake-
tinhallintaohjelmistojen soveltuvuutta pienille ja keskisuurille yrityksille. 
 
Paketinhallintaohjelmistot ovat ohjelmistoja, jotka pitävät kirjaa asennetuista ohjel-
mistoista. Ne pystyvät asentamaan, päivittämään, muuttamaan tai poistamaan halut-
tuja ohjelmistoja. Paketinhallintaohjelmistot sisältävät yleensä listan tuetuista ohjel-
mistoista, joita voidaan asentaa, päivittää, muokata tai poistaa. Listassa on tieto oh-
jelmiston nimestä, julkaisijasta, versiosta ja tarkistussumma, jonka avulla paketinhal-
lintaohjelmisto pystyy tarkistamaan ohjelmiston aitouden. (RPM www-sivut 2015) 
Paketinhallintaohjelmistoilla pystyy hallitsemaan kokonaisen toimialueen kaikkia 
työasemia tai vain yksittäistä työryhmän työasemaa. Paketinhallintaohjelmistot hel-
pottavat ja nopeuttavat kutsuttujen työntekijöiden työntekoa, sillä työntekijä pystyy 
päivittämään asiakkaan kaikki työasemat samaan aikaan. Sen avulla voidaan myös 
minimoida tietoturvariskin määrää.  
 
Teen opinnäytetyöni tästä aiheesta, koska paketinhallintaohjelmisto nopeuttaisi mo-
nia SataCom Oy:n työntekijöitä asiakaskäynneillä. Jokaiseen ohjelmistoon tulee päi-
vityksiä ja ne pitäisi asentaa pääkäyttäjän oikeuksilla ja koska asiakkaalla ei ole oi-
keuksia asentaa niitä, pitää käydä jokainen kone läpi manuaalisesti käsin. Edellä ku-
vattu prosessi vie liikaa aikaa, joten sen keskittäminen yhteen paikkaan olisi työn no-
peuden kannalta parasta. Samalla pystyisi varmistamaan kaikkien käyttäjien ohjel-
mistojen versiot ja päivittämään ne haluttuun versioon, tämä puolestaan vähentää 
mahdollisten tietoturvariskien ja ongelmien määrää. 
 
Testaukset tehdään SataCom Oy:n tiloissa ja testien tuloksien perusteella valitaan 
ohjelmisto, joka lanseerataan myytäväksi palvelutuotteeksi. 
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2 YRITYKSEN ESITTELY 
 
SataCom Oy on Porissa ja Raumalla toimiva tietotekniikan yritys, joka on keskitty-
nyt pääasiallisesti yritysmyyntiin. SataCom Oy perustettiin lokakuussa vuonna 1989. 
SataCom Oy työllistää opinnäytetyön kirjoitusaikana noin 20 henkilöä. SataCom 
Oy:n liikevaihto oli vuonna 2013 noin 4 miljoonaa euroa. 
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3 KÄYTTÖKELPOISUUS JA VAADITTAVAT OMINAISUDET 
 
Tarkastellaan esimerkkitilannetta, jossa yrityksen työntekijällä A on Java 6 update 10 
käytössä, työntekijällä B on Java 7 update 45 käytössä ja työntekijällä C on käytössä 
Java 7 update 80. Tarvittava sovellus toimii vain Java 7 update 80 versiossa. Työnte-
kijä A ei pysty käyttämään sovellusta, sillä hänellä on väärä Java versio. Työntekijä 
B ei myöskään pysty käyttämään sovellusta, sillä hänellä ei ole uusinta Java 7 päivi-
tystä. Työntekijä C pystyy käyttämään sovellusta, sillä hän on muistanut päivittää 
Javan uusimpaan versioon. Tämän olisi voinut korjata työntekijän A ja B osalta käyt-
tämällä paketinhallintaohjelmistoa. Paketinhallintaohjelmiston avulla kaikilla kol-
mella yrityksen työntekijällä olisi ollut sovellukseen vaadittava Java versio työase-
mallaan. 
 
Tutkimisongelmana oli selvittää, miten saadaan nopeutettua ja mahdollisesti automa-
tisoitua ohjelmistojen päivitystä keskitetysti ja etänä. Täten kutsutuille työntekijöille 
jää enemmän aikaa varsinaisiin työtehtäviin, eikä heidän työpäivänsä koostu lähes 
pelkästään ohjelmistojen päivityksestä. Keskitetyssä päivityksessä työntekijä voi hoi-
taa monen asiakkaan päivitykset yhdestä paikasta huomattavasti nopeammin kuin 
monista eri asiakkaiden hallintajärjestelmistä erikseen. 
 
Opinnäytetyössäni pyrittiin ratkaisemaan ongelma käyttäen apuna testejä, joissa si-
muloitiin asiakkaiden tietoteknisiä ympäristöjä. Testeissä kokeiltiin erilaisia paketin-
hallintaohjelmistoja pienissä ympäristöissä, jotka simuloivat asiakkaiden omia tieto-
teknisiä ympäristöjä. 
 
Asiakasyrityksillä on käytössä monenlaisia järjestelmiä, mutta pääasiallisesti käytös-
sä on Windows 7 Professional tai Enterprise versiot. Tämän takia testeissä käytettä-
vissä SataCom työasemissa käytettiin Windows 7 Professional ja Enterprise versioi-
ta. Koska kaikilla asiakkailla ei ole omia palvelimia tai omaa SQL tietokantaa, haet-
tavan ohjelmiston olisi hyvä toimia myös työasemalta, pilvestä tai SataCom Oy:n 
omilta palvelimilta. 
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Tutkimuksessani paketinhallintaohjelmistolta haettiin helppoa käytettävyyttä asen-
nuksen ja ylläpidon osalta. Ohjelmiston tulisi myös kyetä päivittämään vanhoja so-
velluksia ja asentamaan kokonaan uusia. Yhtenä tavoitteena oli löytää ohjelmisto, 
joka pystyttäisiin myymään palvelutuotteena. Tutkimus rajoitettiin ainoastaan Win-
dows käyttöjärjestelmiin. Ohjelmisto ei myöskään saisi olla riippuvainen SQL-
tietokannasta, koska kaikilla asiakkailla ei ole sellaista.  
 
Tuettuihin ohjelmistoihin tulisi kuulua vähintään seuraavat ohjelmistot: Oracle Java, 
Adobe Flash Player, Adobe Reader, Adobe Shockwave Player, Mozilla Firefox, 
Google Chrome, Microsoft Internet Explorer ja Microsoft Office-paketti, sekä näiden 
ohjelmistojen eri versiot. Nämä ohjelmistot ovat erittäin suosittuja yrityksissä ja nii-
hin kohdistuu suurin tietoturvariski (Florian 2015). 
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4 OHJELMISTOT 
 
Tässä opinnäytetyössä vertailussa olevat ohjelmistot olivat: Ninite Pro, OneGet, 
Chocolatey, Nullsoft Scriptable Install System, WPKG, Symantec Deployment Ser-
vices, RuckZuck, DameWare Patch Manager, F-Secure Software Updater, GFI Lan-
Guard ja ManageEngine Desktop Central. Lisäksi vertailukohteena toimi pienille yri-
tyksille liian kallis ja raskas Microsoftin SCCM. (Liite 1) 
 
Paketinhallintaohjelmisto toimii yksinkertaisuudessaan seuraavasti. Käyttäjä pyytää 
paketinhallintaohjelmistolta ohjelman asennusta. Paketinhallintaohjelmisto etsii halu-
tun ohjelman. Paketinhallintaohjelmisto etsii tarvittavat asennuspaketit ohjelmaan. 
Paketinhallintaohjelmisto asentaa ja konfiguroi ohjelman. Käyttäjä aloittaa ohjelman 
käyttämisen. (Kuva 1) Kuvassa vasemmalla on käyttäjä ja oikealla on paketinhallin-
taohjelmiston tietokanta palvelimella. 
 
 
Kuva 1. Paketinhallintaohjelmiston yksinkertainen toiminta. 
 
Tavoitteena oli etsiä ohjelmisto, joka toimisi vastaavasti kuin Microsoftin SCCM, 
mutta jota voitaisiin käyttää pienemmissä yrityksissä. 
 
Ohjelmistot valikoituivat opinnäytetyöhön SataCom Oy:n työtekijöiden ehdotukses-
ta. Sain heiltä aiheen ja pienen esimerkkilistan, jonka avulla aloin tehdä opinnäyte-
työtäni. Listaan lisättiin muutamia ohjelmistoja, jotka löytyivät tiedonhaun yhteydes-
sä. 
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Kaikki vertailtavat ohjelmistot tukivat Windows 7 tai uudempia Windows käyttöjär-
jestelmiä, osa tuki myös Windows palvelimia, mobiililaitteita tai Linux/Mac työ-
asemia. 
4.1 Chocolatey 
Chocolatey on ilmainen ohjelma. Chocolatey on samantapainen, kuin Linuxilla ole-
vat yum- ja apt-get -ohjelmat. Chocolateyn tukemien ohjelmistojen määrä on suuri, 
kaikkine eri versioineen. Chocolatey on komentorivipohjainen, mutta löytyy myös 
graafinen käyttöliittymä. (Chocolatey www-sivut 2015) Chocolateyn ohjelmisto tie-
tokantaa käytetään Windows 10 mukana tulevan OneGet ensimmäisen version poh-
jana (Snover 2014). Chocolatey vaatii .NET Framework 4.0 tai uudemman toimiak-
seen (Chocolatey www-sivut 2015). 
4.2 F-Secure Software Updater 
F-Secure Software Updater on maksullinen ohjelmisto. Software Updaterissa on kes-
kitetty päivitystenhallinta muiden F-Securen tuotteiden kanssa. Keskitetty hallinta 
tapahtuu joko F-Securen Policy Managerilla palvelimella tai Protection Services for 
Business portaalista. Software Updater tarvitsee vain agentin kohdetyöasemalle. 
Software Updaterin tukee useiden ohjelmistojen päivittämistä. Tuettujen ohjelmisto-
jen lista on hallinnoitu F-Securen toimesta. Kaikki tässä opinnäytetyössä testattavat 
ohjelmistot olivat kyseisellä listalla. Software Updater tukee ohjelmistojen päivittä-
mistä, eikä sen avulla voi asentaa uutta ohjelmistoa. Software Updater tukee ohjel-
mistopäivityksen asentamisen lisäksi Windowsin tietoturva- ja LDR-päivityksien 
asentamista. Software Updaterilla on graafinen käyttöliittymä, molemmissa Policy 
Managerissa (Kuva 2) sekä WWW-portaalissa (Kuva 3). Software Updaterilla voi 
konfiguroida päivittämään ohjelmisto manuaalisesti pääkäyttäjän toimesta. Software 
Updaterissa ei ole mahdollisuutta lisätä omaa ohjelmistoa päivitettävien ohjelmisto-
jen joukkoon. Jos käytössä on WSUS, on mahdollista antaa Software Updaterille oi-
keudet ylikirjoittaa WSUS päivitykset. (F-Secure www-sivut 2015) 
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F-Secure Software Updater vaikuttaisi hyvältä, mutta sillä ei voi asentaa uutta ohjel-
mistoa, vain ainoastaan päivittää ohjelmistot. 
 
 
Kuva 2. F-Secure Software Updater Policy Manager käyttöliittymä. 
 
 
 
Kuva 3. F-Secure Software Updater PSB portaali käyttöliittymä. 
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4.3 DameWare Patch Manager 
DameWare Patch Manager on maksullinen ohjelmisto. Patch Managerin kokeiluver-
sion saa pyynnöstä. Patch Manager on graafisella käyttöliittymä varustettu, mutta 
vaatii SQL tietokannan toimiakseen. Patch Managerilla pystyy myös päivittämään 
työasemia, joissa ei ole virta päällä. Päivityksen voi automatisoida, sekä lisätä ennen 
tai jälkeen ohjelmiston asennuksen suoritettavia tehtäviä. DameWare on SolarWinds 
yhtiön tytäryhtiö. (DameWare www-sivut 2015) 
4.4 GFI LanGuard 
GFI LanGuard on maksullinen ohjelmisto. LanGuard ohjelmasta on saatavilla ilmai-
nen kokeiluversio sähköpostilla. LanGuardissa on graafinen käyttöliittymä (Kuva 4). 
Kohdekoneille on asennettava agentti, jonka avulla niitä pystyy hallitsemaan palve-
limelta. Lisäksi LanGuard etsii ympäröivästä verkosta haavoittuvuuksia ja valvoo 
verkkoa. LanGuardissa on melko laaja ohjelmistojen tuki. (GFI www-sivut 2015) 
 
LanGuard tukee Windows XP SP2 tai uudempia, Windows Server 2003 tai uudem-
pia, muutamia eri Linux jakeluita, sekä Mac OS X 10.5 tai uudempia työasemia. 
(GFI www-sivut 2015) 
 
Kuva 4. GFI LanGuard hallintakoneen käyttöliittymä. 
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4.5 Ninite Pro 
Ninite Pro on maksullinen ohjelmisto. Ninite Pro on helppokäyttöinen. Ninite Prossa 
on pieni tuettujen ohjelmistojen lista, vain noin 80 eri ohjelmistoa, mutta se sisältää 
joistain ohjelmistoista eri versioita. Ninite Pron avulla voi asentaa, päivittää ja pois-
taa ohjelmistoja. Ninite Pron kokeiluversio on mahdollista pyytää sähköpostilla. Ni-
nite Pron sovelluksessa on selkeäkäyttöinen käyttöliittymä (Kuva 5), joka ei tarvitse 
erikseen asennusta, vaan toimii suoraan EXE-tiedostosta. Ninite Pro hakee pilvestä 
tarvittavat asennustiedostot ohjelmistoihin samaan kansioon, jossa on EXE-tiedosto. 
Ninite Pro tukee koneiden etsimistä Windowsin toimialueverkossa tai paikallisessa 
työryhmä verkossa. (Ninite www-sivut 2015) 
 
Tämä ohjelmisto täyttää kaikki kriteerit, mutta sen heikkona puolena on suppea tuet-
tujen ohjelmistojen valikoima. 
 
Kuva 5. Ninite Pro käyttöliittymä. 
4.6 Nullsoft Scriptable Install System 
Nullsoft Scriptable Install System on ilmainen ohjelmisto. NSIS on skriptipohjainen 
kieli, jolla pystyy rakentamaan omia asennuspaketteja. NSIS avulla pystyy myös 
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asentamaan, päivittämään ja poistamaan ohjelmistoja, sekä muokkaamaan käyttöjär-
jestelmän asetuksia. NSIS on käytössä muutamilla isoilla yrityksillä omissa asennus 
ohjelmissaan, esimerkiksi Adobella ja Googlella. (NSIS www-sivut 2015)  
 
NSIS paketilla voi asentaa ohjelmistot kaikille Windows versioille, alkaen Windows 
95 työasemista, sekä Windows Server 2003 palvelimista. (NSIS www-sivut 2015) 
4.7 ManageEngine Desktop Central 9 
ManageEngine Desktop Central 9 on maksullinen ohjelmisto. Desktop Centralissa on 
paljon ominaisuuksia. Lisäominaisuuksina on etähallinta, WoL, etäsammutus ja vies-
tintä kohdetyöaseman käyttäjän kanssa. Desktop Centralin käyttöliittymänä on Javan 
päällä toimiva WWW-käyttöliittymä (Kuva 6). (ManageEngine www-sivut 2015) 
 
Desktop Centralin agentit tukevat Windows XP tai uudempia, Mac 10.6 – 10.10 ja 
muutamaa eri Linux jakelua, sekä kaikkia edellä mainittujen käyttöjärjestelmien 
päällä toimivia virtuaalikoneita, virtuaalikoneiden ohjelmistoja ja päätepalve-
linasiakasohjelmia. Mobiili puolella tuettuja ovat iOS 4 tai uudempi, Android 2.2 tai 
uudempi ja Windows Phone 8 tai uudempi. (ManageEngine www-sivut 2015) 
 
Desktop Central vaikuttaa hyvältä sen ominaisuuksien perusteella. 
 
 
Kuva 6. ManageEngine Desktop Central 9 käyttöliittymä. 
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4.8 OneGet 
OneGet on ilmainen ohjelmisto (OneGet www-sivut 2015). OneGet ei oikeastaan ole 
ohjelmistojen päivitykseen tarkoitettu ohjelma, vaan on ennemminkin lista eri ohjel-
mistoista, ”pakettienhallinta-hallinta” ohjelmisto (Serack 2015). OneGet ei asenna 
ohjelmistoja, vaan ohjelmiston asennus tapahtuu ohjelmiston tarjoajan omilla työka-
luilla. OneGet on tekstipohjainen PowerShell tai komentorivi käyttöliittymä. (One-
Get www-sivut 2015) OneGet sisältyy myös joihinkin muihin ohjelmistoihin, kuten 
RuckZuck (RuckZuck www-sivut 2015). OneGet sisältyy myös Windows 10 käyttö-
järjestelmään, jossa OneGetin ensimmäinen versio etsii ohjelmistoja Chocolateyn 
tietokannasta (Snover 2014). 
4.9 RuckZuck 
RuckZuck on ilmainen ohjelmisto. RuckZuckista on tarjolla ilmainen ja Pro versio. 
Erona versioilla on Pro käyttäjien pääsy kaikkiin tietoihin ohjelmistopaketeista, sekä 
pääsy RuckZuckin sovellusrajapintaan, joka toimii verkossa. RuckZuck Pro vaatii 
vain rekisteröitymisen, sekä uuden ohjelmistopaketin lisäämisen RuckZukin tieto-
kantaan tai palautteen antamista jostain jo tietokannassa olevasta ohjelmapaketista. 
RuckZuck pitää sisällään OneGet ohjelman. RuckZuck on PowerShell skriptipohjai-
nen ja toimii PowerShell käyttöliittymällä. RuckZuck skannaa koneesta asennetut 
ohjelmistot ja päivittää käyttäjän määrittämät ohjelmistot. (RuckZuck www-sivut 
2015) 
 
RuckZuckista on saatavilla myös SCCM 2012 R2 liitännäinen. (RuckZuck www-
sivut 2015) 
4.10  Symantec Deployment Solution 7.6 
Symantec Deployment Solution on maksullinen ohjelmisto. Deployment Solution on 
entisen Altiris yhtiön alun perin kehittämä tuote. Deployment Solution on Microsof-
tin SCCM kaltainen ominaisuuksiltaan. Deployment Solutionin avulla voi asentaa, 
poistaa ja päivittää ohjelmistoja, sekä tehdä levykuvia työasemista, jota voidaan lait-
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taa uusiin työasemiin. Deployment Solutionin käyttöliittymän on graafinen. Deplo-
yment Solutionin avulla voidaan luoda työasematyhmiä, kuten vaikka toimisto, hal-
linto ja oppilaat. Kuhunkin ryhmään pystyy määrittelemään erilasia ohjelmistoja tai 
asetuksia tilanteen mukaan. (Symantec www-sivut 2015) 
 
Deployment Solution versio 7.6 vaatii Windows Server 2008 R2 tai 2012 R2 toim-
iakseen. Hallinnoitavat koneet tarvitsevat agentin, jonka tulee olla Windows XP SP3 
tai uudempia, Red Hat Enterprise Linux 5.10 tai OS X 10.8 – 10.10. (Symantec 
www-sivut 2015) 
4.11  WPKG 
WPKG on ilmainen ohjelmisto. WPKG on skriptipohjainen automatisoitu ohjelmis-
tojen päivitys- ja asennusohjelma. Ohjelmistolla voi myös muokata joitakin Win-
dowsin asetuksia ja lisätä tulostimia. WPKG on mahdollista käyttää komentorivi- tai 
WWW-käyttöliittymillä. Ylläpidettävät koneet tarvitsevat agentit saadakseen yhtey-
den palvelimeen, josta jaetaan skriptit ja ohjelmistot. (WPKG www-sivut 2015) 
4.12  Microsoft SCCM 
Microsoft SCCM on Microsoftin tarjoama vaihtoehto suuriin yrityksiin, joissa on 
paljon samankaltaisia työasemia. SCCM käyttöönottokustannukset ovat pelkästään 
ohjelmistolisenssien osalta huomattavasti suuremmat kuin muilla tässä vertailussa 
olevilla paketinhallintaohjelmistoilla. Ohjelman käyttämiseen tarvitaan palvelinoh-
jelmisto sekä vielä jokaiselle työasemalle asiakasohjelmisto. SCCM soveltuu parhai-
ten yrityksiin, joissa työasemakanta on homogeeninen ohjelmistojen osalta. SCCM 
pystyy päivittämään, asentamaan ja poistamaan ohjelmistoja. SCCM-ohjelman avulla 
voi luoda levykuvia jo olemassa olevista asennuksista. Tämän levykuvan avulla tule-
vien työasemin asennus on helpompaa. SCCM pitää myös listaa ohjelmistoista, oh-
jelmistojen jakautumisesta, käyttöjärjestelmistä ja tietokoneiden laitteistosta, sekä 
suojaa verkkoliikennettä. (Microsoft www-sivut 2015) 
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SCCM tukee Windows XP SP3 tai uudempia Windows käyttöjärjestelmiä, Windows 
Server 2003 SP2 tai uudempia Windows palvelinkäyttöjärjestelmiä, Windows Em-
bedded XP SP3 tai uudempia, OS X 10.6 – 10.10 ja noin yhdeksän eri Linux jakelua 
eri versioineen. SCCM toimii Windows Server 2012 R2 käyttöjärjestelmässä graafi-
sella käyttöliittymällä. (Microsoft www-sivut 2015) 
4.13  Lisensiointi 
Ilmaisia ohjelmistoja testissä olivat: Chocolatey, NSIS, OneGet, RuckZuck ja 
WPKG. 
 
Chocolatey ja OneGet ovat Apache 2.0 lisenssin avulla jaettuja (Chocolatey www-
sivut 2015, OneGet www-sivut 2015). NSIS on zlib/libpng lisensseillä jaettu (NSIS 
www-sivut 2015). RuckZuck on Microsoft Public License lisenssillä jaettu (Ruck-
Zuck www-sivut 2015). Ja WPKG on GPL lisenssillä jaettu (WPKG www-sivut 
2015). 
 
F-Secure Software Updater on sijoitettu muiden F-Secure Premium tuotteiden muk-
aan, Business Suite Premium on noin 30 euroa vuodessa. Lisäksi Software Updater 
on osana Client Security Premium ja Protection Services for Business tuotteita. Vaih-
toehtona on myös kuukausimaksullinen versio. Kuukausimaksullisessa versiossa 
asiakas voi lisätä tarvittaessa uusia F-Securen lisenssejä uusille työasemille tai pois-
taa niitä käytöstä, jos sellainen tarve tulee. Kokonaishinta sadalle Business Suite 
Premium työasemalisenssille on noin 2800 euroa vuodessa, sisältäen virusturvan. Tai 
sadalle PSB työasemalisenssille on noin 2400 euroa vuodessa, sisältäen virusturvan. 
PSB hinta on noin 400 euroa vuodessa halvempi, kuin Business Suiten. 
 
DameWare Patch Manager lisenssi maksaa 405 euroa, mikäli hallittavia työasemia 
on enintään 50 ja 1135 euroa mikäli työasemia on enintään sata. Tämän jälkeen täy-
tyy pyytää erillinen tarjous. Hintaan sisältyy ensimmäiset 12 kuukautta tukea. Hinta 
sadalle työasemalisenssille on 1135 euroa vuodessa. (DameWare www-sivut 2015) 
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GFI LanGuard kokeiluversio on ilmainen, jonka jälkeen hinta alkaa 24 työasemaa 32 
euroa per työasema, mitä enemmän työasemia, sitä halvempi on lisenssi. LanGuardin 
lisenssi on voimassa vuoden kerrallaan, uusiminen maksaa puolet uuden lisenssin 
hinnasta. Kokonaishinta sadalle työasemalisenssille on 1488 euroa vuodessa ja li-
senssin uusiminen maksaa 744 euroa. (GFI www-sivut 2015) 
 
Ninite Pro hinta määräytyy hallittavien työasemien määrän mukaan, 100 työasemaa 
20 dollaria kuukaudessa, 250 työasemaa 50 dollaria kuukaudessa, 500 työasemaa 95 
dollaria kuukaudessa ja 1000 työasemaa 185 dollaria kuukaudessa. Tämän jälkeen 
pitää pyytää erillinen tarjous. Niniten lisenssin voi maksaa myös koko vuoden kerral-
laan, hinta on tällöin 12 kertaa kuukausihinta. Kokonaishinta sadalle työasemalle on 
20 dollaria kuukaudessa tai 240 dollaria vuodessa. (Ninite www-sivut 2015) Ninite 
on selvästi maksullisista ohjelmistoista halvin. 
 
ManageEngine Desktop Central hinta määräytyy hallittavien työasemien mukaan, 50 
työasemaa lähiverkossa maksaa 545 dollaria vuodessa ja 50 työasemaa laajassa ver-
kossa maksaa 645 dollaria vuodessa. Pelkkä Patch Manager LAN/WAN verkossa 50 
työasemalle maksaa 345 dollaria vuodessa, mutta sen avulla ei voi asentaa ohjelmis-
toa, vain päivittää sitä. Jos hallittavia työasemia on enemmän kuin 200, tulee pyytää 
tarjous. Ilmainen versio kattaa maksimissaan 25 konetta ja viisi mobiililaitetta. Ko-
konaishinta sadalle työasemalisenssille, versiosta riippuen, on noin 700 – 1200 dolla-
ria vuodessa. (ManageEngine www-sivut 2015) 
 
Symantec Deployment Solution hinta määräytyy työasemien lukumäärän mukaan, 
lisenssi on noin 40 euroa per työasema ja noin 150 euroa per palvelin. Kokonaishinta 
sadalle hallinnoitavalle työasemalle ja yhdelle palvelimelle tulisi olemaan noin 4150 
euroa vuodessa täydellä lisenssillä. 
 
Microsoft SCCM maksaa 1323 dollaria normaalilta tai 3607 dollaria datakeskus pal-
velin versiolta ja 62 dollaria per pääteasiakas lisenssi, lisäksi työasema suojauksen 
lisämaksu on 22 dollaria per asiakas. Kokonaishinta sadalle työasemalisenssille on 
7523 dollaria normaali versiona ja datakeskus versiona 9807 dollaria, ilman työ-
asemien suojausta. Hinnat ovat kertaluonteisia ja tulevaisuuden laajennuksissa tarvi-
taan vain uusia lisenssejä. (Microsoft www-sivut 2015) 
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Osa hinnoista sisältää arvonlisäveron, toisiin se lisätään ostoksen yhteydessä. Hinnat 
on tarkistettu 13.11.2015. 
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5 TESTAUS 
5.1 Testiympäristö 
Testiympäristössä hallintakoneena toimi Windows Server 2012 R2 64-bittinen palve-
lin, jossa oli Intel Xeon E5540 prosessori ja kahdeksan gigatavua muistia. Testatta-
vissa työasemissa, joita päivitettiin, oli käyttöjärjestelminä Windows 7 Professional 
SP1 32-bittinen ja Windows 7 Enterprise SP1 64-bittinen. Päivitykset asennettiin hal-
lintakoneen avulla. Työasemilla oli asennettuna F-Secure Client Security virusturva 
ohjelmisto, joka toimi palomuurina. 
 
Testeissä työasemille asennettiin ja poistettiin ohjelmistoja. Asennettavia ohjelmisto-
ja olivat: Java 8 32-bittinen tai 64-bittinen, Adobe Flash Player 19 ActiveX ja 
NPAPI, Firefox 32-bittinen tai 64-bittinen, Adobe Reader DC, Google Chrome 32-
bittinen tai 64-bittinen, PuTTY, Adobe Air ja Adobe Shockwave Player 12. Mikäli 
ohjelmasta oli 32-bittinen ja 64-bittinen versio saatavilla, pyrittiin asentamaan versio 
käyttöjärjestelmän bittisyyden perusteella. Onnistuneen asennuksen jälkeen ohjelmat 
poistettiin. Paketinhallintaohjelmistojen päivitystoiminnallisuutta testattaessa kohde-
järjestelmiin asennettiin tarkoituksella vanhempi versio sovelluksesta, jonka jälkeen 
sovellus päivitettiin uudempaan versioon.  
 
Testattavat ohjelmistot valikoituivat sillä perusteella, että ne ovat yleisiä ohjelmistoja 
yrityksissä ja niihin kohdistuu suurin tietoturvariksi (Florian 2015). PuTTY ohjelma 
oli mukana vain kokeilutarkoituksena. 
5.2 Testi 1: Ninite Pro 
Ensimmäisenä testissä oli Ninite Pro. Ninite Pro on EXE-tiedostona, jota pystyy 
käyttämään ilman asennusta. Ninite Pro latasi asennettavat ohjelmistot automaattises-
ti samaan hakemistoon, kuin Ninite Pro. 
 
Ennen kuin työasemille pystyi asentamaan mitään ohjelmistoja, oli palvelin ja työ-
asemat liitettävä samaan toimialueeseen. Toimialueeseen liittämisen jälkeen, muutet-
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tiin Windowsin palomuurin asetuksia sallimaan haluttu liikenne toimialueella. Tä-
män jälkeen kohde-työasemilla suoritettiin Niniten oma ”EnableRemote.exe” tiedos-
to. Tämä kytkee pois päältä yksinkertaisen tiedostojen jakamisen ja etäkäyttäjätilien 
valvonnan. Lisäksi tiedosto kytkee päälle tiedostojen ja tulostimien jakamisen, sekä 
järjestelmänvalvojan jaetun kansion. Tämän lisäksi sallittiin F-Secure Client Security 
ohjelmasta TCP-liikenne palvelimelle. 
 
 
Kuva 7. Ninite Pron ohjelmistojenpäivityskäyttöliittymä. 
 
Ninite Pro onnistui asentamaan kaikki aikaisemmin määritellyt ohjelmat (Kuva 7). 
Ninite Pro osasi valita työaseman bittisyyttä vastaavan ohjelmaversion. Mikäli työ-
asema oli 64-bittinen, Ninite asensi molemmat versiot ohjelmistosta, jos ne olivat 
saatavilla. Tämän jälkeen aikaisemmin määritellyt ohjelmat poistettiin onnistuneesti. 
Haluttaessa poistaa vanhat Java-versiot, se onnistui suoraan poistamalla Javan ilman 
versio numeroa, mutta tämä poisti myös uusimman Java-version. Testin kolmannessa 
osassa asennettiin vanhemmat versiot aikaisemmin määritellyistä ohjelmista ja yritet-
tiin päivittää ne Niniten avulla. Päivitykset onnistuivat ja samalla korvaantui testissä 
asennettu Java 7 versio uudella Java 8 versiolla. Mikäli haluaisi päivittää Javan ver-
sion sisällä, onnistuu sekin. 
 
Kolmannelta testityöasemalta, joka oli yrityksen työntekijän työasema samassa toi-
mialueessa, Ninite pystyi päivittämään Flash ohjelman ilman ”EnabelRemote.exe” 
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tiedostoa, kunhan Windowsin palomuurille sallittiin liikenne verkkoalueella ja F-
Secure Client Securityn palomuuri poistettiin käytöstä väliaikaisesti. 
5.3 Testi 2: ManageEngine Desktop Central 9 
ManageEngine Desktop Central asentui helposti palvelimelle. Desktop Centralin 
käyttöliittymänä toimiva WWW-liittymä vaikutti alkuun hieman sekavalta, mutta 
siihen tottui aika nopeasti. Agenttien asentaminen kohdetyöasemille onnistui helposti 
sovelluksesta. Testattavaan työasemaan oli tarkoitus asentaa puuttuvat päivitykset 
(Kuva 8). Listalla oli tietoturva- ja LDR-päivityksiä. Noin tunnin kuluttua päivitysten 
hyväksynnästä, päivitykset olivat asentuneet onnistuneesti. 
 
 
Kuva 8. ManageEngine Desktop Central koneesta puuttuvat päivitykset. 
 
Seuraavaksi testattiin pystyykö sovelluksella asentamaan uutta ohjelmistoa. Asennet-
tavaksi ohjelmistoksi valittiin uusin Flash ActiveX-versio. Joidenkin säätöjen jälkeen 
paketinhallintaohjelma pystyi asentamaan kohdekoneelle Flashin uusimman version. 
5.4 Testi 3: F-Secure Software Updater Policy Managerilla 
Päivitysten tarkistus tapahtuu F-Securen pilvestä, josta Policy Manager käy tarkista-
massa päivitysten saatavuutta automaattisesti. Työasemilla agentit tarkastavat asen-
netut ohjelmistot ja lähetettävät listan Policy Manager palvelimelle. Policy Manager 
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osaa listan perusteella päätellä onko päivityksiä saatavilla. Mikäli päivityksiä on saa-
tavilla, ne voidaan asettaa päivittymään automaattisesti pääkäyttäjän määrittelemänä 
aikana. 
 
Policy Manager testiin tehtiin oma virtuaalikone, jossa oli Windows Server 2012 R2 
64-bittinen palvelin, jossa oli kahdeksan gigatavua muistia. Ensimmäisenä palveli-
melle asennettiin kaikki Windows päivitykset, jonka jälkeen palvelin liitettiin toimi-
alueelle. Toimialueelle liittämisen jälkeen Windowsin palomuurista sallittiin haluttu 
liikenne toimialueella. Palvelimelle asennettiin F-Secure Policy Manager 12 versio. 
 
Seuraavaksi asennettiin samalle laitteistokoneelle virtuaalinen Windows 7 Enterprise 
64-bittinen versio. Työasemassa oli vain neljä gigatavua muistia. Heti koneen asen-
nuksen jälkeen kone liitettiin toimialueeseen ja siitä sallittiin Windowsin palomuuriin 
haluttu liikenne toimialueella. 
 
Työaseman asennuksen jälkeen, asennettiin Policy Manager palvelimelta F-Securen 
Client Security Premium etänä kohdekoneelle. Onnistuneen Client Securityn asen-
nuksen jälkeen Policy Managerista konfiguroitiin Software Updaterin asetukset päi-
vittämään testityöasema. Tämän jälkeen Software Updater löysi noin 160 Windows 
päivitystä, sisältäen myös LDR- ja tietoturvapäivityksiä. Kaikki saatavilla olleet päi-
vitykset laitettiin asentumaan kohdetyöasemalle. Seuraavana aamuna kaikki päivi-
tykset olivat asentuneet onnistuneesti ja näkyvissä oli F-Securen oma uudelleen-
käynnistys ikkuna (Kuva 9). Uudelleenkäynnistyksen jälkeen työasemaan löytyi noin 
80 päivitystä lisää, päivitykset laitettiin asentumaan. Päivitysten onnistuneen asen-
nuksen jälkeen työaseman annettiin olla päällä siihen saakka kunnes F-Securen pako-
tettu uudelleenkäynnistys käynnisti sen uudelleen. 
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Kuva 9. F-Secure Software Updater uudelleenkäynnistys ikkuna. 
 
Seuraavaksi työasemaan asennettiin Java 7 update 9 32-bittinen versio. Asennuksen 
jälkeen laitettiin Javan testi sovellusrajapinta ”JavaFX 2.2.79 Ensemble demo” käyn-
tiin. Tällä testattiin, onko mahdollista päivittää Java versio, jos Java on käytössä. Li-
säksi työasemaan asennettiin Adobe Flash Player ActiveX 18.0.0.241 ohjelmalisäke. 
Molemmat kohteet asennettiin oletushakemistoon. 
 
Windows- ja ohjelmistopäivitysten asennuksen jälkeen F-Secure löysi lisää päivityk-
siä noin 70 kappaletta, päivitykset laitettiin asentumaan. Seuraavana aamuna päivi-
tykset olivat asentuneet ja ohjelmistojen versiot tarkistettiin. Java oli päivittynyt ver-
sioon 7 update 79 ja Flash pysyi samassa versiossa, vaikka F-Secure näytti siihen 
olevan päivityksiä. Kyseinen Flash päivitys oli tietoturvapäivitys, joka ei päivittänyt 
ohjelmistoversiota. 
 
Seuraavaksi F-Secure tarkisti uudet päivitykset ja ne laitettiin asentumaan. Muuta-
man tunnin kuluttua työasema käynnistettiin uudelleen. Java oli päivittynyt versioon 
7 update 80 ja Flash versioon 18.0.0.255. Tämän perusteella F-Secure ei näyttäisi 
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päivittävän ohjelmistoja niiden uudempien versioiden välillä, kuten Java 7 ei päivity 
Java 8:ksi ja Flash 18 ei päivity Flash 19:sta, ja niin edelleen. Tämä varmistui seu-
raavana päivänä, kun F-Secure löysi vain lisää Windows päivityksiä. 
 
Osa uusista Windows päivityksistä ei suostunut asentumaan F-Securen kautta, vaan 
ne jouduttiin ajamaan testityöaseman oman Windows Update ohjelma avulla. Tässä 
lienee syynä päivitysten asennusjärjestys tai se, että Windows Updaten kautta tulleet 
päivitykset sisälsivät jo osan LDR-päivityksistä. Päivityksistä jäi jumiin noin 20 kap-
paletta. Manuaalisen päivityksen jälkeen F-Secure ei löytänyt enempää päivityksiä. 
Tästä pääteltiin, että Software Updater ei täysin korvaa WSUS päivityksiä, vaikka 
pystyykin ylikirjoittamaan ne esimerkiksi LDR-päivitysten osalta. 
 
Windows Updaten päivitysten jälkeen listalle jäi yhdeksän (Kuva 10) Windows LDR 
päivitystä, joista seistämän asentui onnistuneesti. Software Updateriin listalle jäi kak-
si päivitystä, jotka eivät mennet läpi puutteellisten rekisteriarvojen takia. Päivitykset 
olivat valinnaisia, eivät tärkeitä LDR päivityksiä. 
 
 
Kuva 10. F-Secure Software Updater Policy Manager puuttuvia päivityksiä. 
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5.5 Testi 4: F-Secure Software Updater Advanced PSB portaalilla 
Toinen vaihtoehto F-Securen tuotteelle oli keskitetty hallinta WWW-portaalin kautta.  
WWW-portaalin kautta asennettiin kahdelle Windows koneelle PSB virusturva. PSB 
portaali toimii samaan tapaan: kuin Policy Manager, mutta siinä ei ole yhtä paljon 
säädettäviä ominaisuuksia. Puuttuvat ominaisuudet eivät ole oleellisia kaikille käyttä-
jille. Hallintaportaalissa työasemien virusturvan profiilieditori käyttää Javaa, joten se 
ei toimi Chromella. Kun Software Updaterille asetetaan suurin piirtein samat asetuk-
set, kuin Policy Managerissa, niin joitain ohjelmia pystytään poissulkemaan auto-
maattisesta päivityksestä ja automatisoimaan muut päivitykset. Tehtyjen muutosten 
näkyminen portaalissa vie enemmän aikaa kuin mitä Policy Managerilla, sillä muu-
tokset näkyvät portaalissa noin kahden tunnin kuluttua. Varoituksista on mahdollista 
saada RSS-syöte, jonka avulla pystytään nopeasti havaitsemaan, onko jotain vialla. 
 
Työasemalle asennettavan PSB:n agentti ohjelmiston linkki toimitetaan asiakkaalle 
sähköpostilla ja asennus onnistuu suoraan tiedostosta. 
 
Onnistuneen päivityksen jälkeen työasema pyysi käynnistämään uudelleen (Kuva 
11), jolloin portaalin listalta hävisi osa päivityksistä. Tästä voi päätellä, etteivät kaik-
ki asentuneet suoraan asennusjärjestyksen tai ristiriitaisen rekisteriarvon takia (Kuva 
12). Kun asia tarkastettiin Software Updaterin lokitiedostoista, jotka oletusarvoisesti 
löytyvät työaseman hakemistosta: C:\ProgramData\F-Secure\Logs\FSOFTUPD, ha-
vaittiin, että päivitykset eivät asentuneet suoraan ristiriitaisen rekisteriarvon vuoksi. 
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Kuva 11. F-Secure Software Updater uudelleenkäynnistys ikkuna. 
 
 
Kuva 12. F-Secure Software Updater PSB portaali päivitysten asennus. 
 
Seuraavaksi asennetiin Java 8 update 11 ja testattiin, toimiiko päivitys, mikäli työ-
asemalla on kaksi eri Java-versiota. Software Updater löysi Java 8 update 66 päivi-
tyksen, mutta sitä ei oltu luokiteltu tärkeäksi. Tämä oli outoa, koska Java update 11 
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ja update 66 versioiden välillä on julkaistu monta tietoturvapäivitystä Javaan. Onnis-
tuneen asennuksen jälkeen löytyi vielä yksi tietoturvapäivitys Javaan. 
 
Seuraavaksi lisättiin yhteen työasemaan PSB. Tärkeitä päivityksiä löytyi noin 25 
kappaletta (Kuva 13) ja muita päivityksiä noin 30 kappaletta (Kuva 14). Työasemalla 
oli paljon ohjelmistoja asennettuna, joten testissä päivitettiin monia muitakin ohjel-
mistoja. 
 
 
Kuva 13. F-Secure Software Updater PSB osa puuttuvista tärkeistä päivityksistä. 
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Kuva 14. F-Secure Software Updater PSB puuttuvia muita päivityksiä. 
 
 
Päivitykset asentuivat onnistuneesti, jonka jälkeen löytyi vielä muutama päivitys. 
Näiden päivitysten jälkeen kaikki päivitykset oli asennettu onnistuneesti.  
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6 TULOKSET 
6.1 Chocolatey 
Chocolatey oli helppo asentaa työasemalle, mutta se ei soveltunut useammalle työ-
asemalle, sillä se on tarkoitettu vain yksittäisille työasemille. Chocolatey ei päässyt 
varsinaiseen testi kierrokselle mukaan, sillä se ei täyttänyt keskitetyn hallinnan kri-
teeriä. 
6.2 F-Secure Software Updater Policy Manager 
F-Secure Software Updateria pystyy hallitsemaan keskitetysti Policy Managerin 
kautta, joten sen käyttäminen ja ylläpito tulee olemaan helppoa. Ongelmana on, että 
osa päivityksistä ei asennu ristiriitaisten rekisteriarvojen takia ja ne jäävät näkyviin 
ohjelmaan. Onneksi nämä päivitykset ovat enimmäkseen, ”ei tärkeitä muita” päivi-
tyksiä. 
Policy Managerilla pystyy päivittämään ohjelmistot saman version sisällä uudempiin, 
mutta eri versioiden välinen päivitys pitää tehdä manuaalisesti tai toisella ohjelmis-
tolla. 
6.3 F-Secure Software Updater Advanced PSB portaali 
PSB portaali toimii samalla tavalla kuin Policy Manager versio, mutta siinä on hie-
man vähemmän ominaisuuksia. Pidempi viive tiedonvälityksessä työasemien ja por-
taalin välillä on haitta. Lisäksi ohjelmisto tarvitsee Java-ohjelman profiilien muok-
kaamiseen. Hyvää Software Updaterin PSB versiossa on, että se pystyy hallitsemaan 
monia eri asiakkaiden työasemia yhtä aikaa. PSB versiossa on sama ongelma kuin 
Policy Manager versiossa: kaikki päivitykset eivät asennu rekisteriarvojen ristiriidan 
takia, mutta päivitykset silti näkyvät portaalissa. Suurin osa kyseisistä päivityksistä 
on ei tärkeitä muita päivityksiä. 
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6.4 DameWare Patch Manager 
DameWare Patch Managerin asennustiedosto oli helppo ladata, mutta koska tuote 
vaatii SQL-palvelimen, sitä ei pystynyt testaamaan. Kaikilla asiakkailla ei ole SQL-
palvelinta, joten Patch Manager ei täyttänyt kriteereitä. 
6.5 GFI LanGuard 
GFI LanGuard asentaminen onnistui helposti, mutta sen käytettävyys ei täyttänyt kri-
teereitä. LanGuard ohjelmiston avulla pitäisi pysytä asentamaan kohdetyöasemille 
agentti ohjelmisto, mutta testissä agentti ei asentunut ollenkaan. Koska LanGuard ei 
asentanut agentteja koneille, sitä ei testattu enempää. LanGuard ei täyttänyt helppo-
käyttöisyyden kriteeriä. 
6.6 Ninite Pro 
Mikäli etäasennettavassa työasemassa on F-Securen virusturva, on siitä sallittava 
TCP liikenne palvelimen ja työaseman välillä. Lisäksi kohdetyöasemaan on tehtävä 
seuraavat muutokset: yksinkertainen tiedostojen jakaminen on kytkettävä pois päältä, 
etäkäytön käyttäjätilien valvonta on kytkettävä pois, tiedostojen ja tulostimien jaka-
minen on kytkettävä päälle sekä järjestelmänvalvojan jaettu kansio on oltava käytös-
sä. Tähän löytyy myös yksinkertainen EXE-tiedosto Niniten sivuilta, joka tekee nä-
mä asiat automaattisesti. Lisäksi kohdetyöasemaan on päästävä kiinni järjestelmän-
valvojan tason tunnuksilla, jolla on salasana. Tähän käy toimialuetason tai paikalli-
nen järjestelmänvalvoja tunnus. Palvelimelta on avattava TCP 139 ja 445 portit, sekä 
UDP 137 ja 138 portit. Tämä onnistuu myös muuttamalla Windowsin palomuurin 
asetuksia toimialueverkoissa. 
 
Niniten ratkaisu sopii hyvin yrityksiin, joissa enimmäkseen asennetaan ohjelmistoja 
uusille työasemille. Ohjelmistojen päivitys ja poistamien toimii myös hyvin. Ninite 
on hyvä lisä F-Securen rinnalle ja sillä saa myös päivitettyä ohjelmistot uudempiin 
versioihin esimerkiksi Java 7 versiosta Java 8 versioon. 
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6.7 Nullsoft Scriptable Install System 
NSIS oli helppo asentaa. Mutta NSIS on skriptipohjainen, joten sen syntaksi pitäisi 
opetella. Tämä poistaa ohjelman helppokäyttöisyyden. NSIS ei päässyt testeihin mu-
kaan, sillä se ei täyttänyt helppokäyttöisyyden kriteeriä. 
6.8 ManageEngine Desktop Central 9 
ManageEngine Desktop Central oli helppo asentaa palvelimelle. Desktop Centralin 
avulla pystyy päivittämään työasemien ohjelmistoa ja asentamaan uutta. Mikäli tar-
vitsee määritellä erillisiä asennusparametreja, pystyy niin tekemään asennuksen yh-
teydessä. Desktop Central pystyy myös pitämään kirjaa tietokoneiden takuista, käyt-
töjärjestelmistä ja monista muista asioista. Desktop Centralin agentti asentui helposti 
suoraan kohdetyöasemille. 
 
Desktop Central lataa päivitykset suoraan pilvestä. Asennettavat ohjelmistot tulee 
itse ladata palvelimelle haluttuun jakelukansioon, josta agentit käyvät hakemassa ne. 
 
Desktop Central pääsi mukaan testeihin, mutta tarkemmin tutkittua sen käyttäminen 
ja käyttöönotto on sekavaa. Lisäksi Desktop Central ei lataa itse asennettavien oh-
jelmistojen paketteja, vaan ne tulee itse ladata. Desktop Central ei täyttänyt helppo-
käyttöisyyden kriteeriä. 
6.9 OneGet 
OneGet ei päässyt alkukarsinnasta testausvaiheeseen asti sen puutteellisten ominai-
suuksien takia. OneGet on helpoin käyttää yksittäisissä koneissa. OneGet pystyy hy-
vin asentaamaan uutta ohjelmistoa, mutta sen päivitystoiminto ei toimi aina. 
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6.10  RuckZuck 
RuckZuck oli helppo ladata, mutta asennuksessa F-Secure PSB antoi varoituksen 
asennuksen yhteydessä (Kuva 15). RuckZuck ei päässyt testeissä kokeilua pidem-
mälle, koska ohjelmiston käyttäminen oli vaikeaa ja ohjelmalla pystyisi vain päivit-
tämään yhden koneen kerrallaan. RuckZuck ei täyttänyt helppokäyttöisyyden kritee-
riä. 
 
 
Kuva 15. RuckZuckin asennuksen yhteydessä tullut varoitus. 
6.11 Symantec Deployment Solution 7.6 
Symantec Deployment Solution vaatii SQL-palvelimen, joten se ei päässyt testeihin 
mukaan, sillä se ei täyttänyt kriteereitä. 
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6.12  WPKG 
WPKG ei päässyt testiin sen monimutkaisuuden takia, sillä WPKG ei täyttänyt halut-
tua helppokäyttöisyyden kriteeriä.  
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7 LOPPUPÄÄTELMÄ 
 
Mikäli riittää, että voi päivittää ohjelmistot automaattisesti versioiden sisällä, F-
Secure Software Updater on siihen paras paketinhallintaohjelmisto. Haittapuolina on, 
ettei ohjelma päivitä versiosta toiseen, eikä siihen voi lisätä omaa päivitettävää oh-
jelmistoa. Jos haluaa lisätä uusia ohjelmistoja listaan, joutuu pyytämään F-Securea 
lisäämään haluamansa ohjelmat tuettuihin ohjelmiin, mikä prosessi vie pitkään, pro-
sessi voi viedä useita kuukausia. Software Updater ei ole listan halvimmasta päästä, 
mutta siinä saa samalla virusturvan, joka on voittanut neljänä peräkkäisenä vuonna 
maailman parhaan yrityskäyttöön suunnitellun virusturvan palkinnon (F-Securen 
www-sivut 2015, AV-TEST www-sivut 2015). 
 
Kuukausimaksullisessa F-Securessa on se hyvä puoli, että tilauksen voi keskeyttää 
niiltä työasemilta, joita ei tarvita. Tämä vähentää virusturvan tyhjää seisottamista 
esimerkiksi kesätyöntekijöiden työasemilla, vuorotteluvapailla olevien tai koulujen 
pitkien kesälomien ajaksi. Lisäksi kuukausimaksullinen versio tuo asiakkaille hyötyä 
lisääntyvän palveluajan muodossa. Mikäli asentaja kävisi asiakasyrityksessä henki-
lökohtaisesti asentamassa työasemiin uuden Java ja Flash version, kuluisi siihen ai-
kaa ja rahaa enemmän mitä Software Updater kustantaa. 
 
F-Securen ratkaisu oli testien perusteella paras, joten se valikoitui ohjelmaksi, josta 
aloin kehittämään myytävää palvelutuotetta asiakasyrityksille. 
 
Ninite Pro on puolestaan loistava ohjelma uusien työasemien asennukseen ja versioi-
den päivityksiin, sekä ohjelmistojen poistamiseen. Ninite Pro on hyvä lisä esimerkik-
si F-Securen rinnalle tai yksinäänkin. Niniten huonona puolena on se, että sitä ei saa 
suoraan automatisoitua, vaan sille pitää erikseen luoda Windowsin automatisoitu teh-
tävä. 
7.1 Asiakasesittely demonstraatiotilaisuus 
Testien pohjalta parhaalta vaikuttava vaihtoehto oli F-Secure Software Updater. Pi-
din Software Updater esittelyn asiakkaille PowerPoint esityksen ja demonstraation 
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avulla. (Liite 2) Tarkoitus on, että SataCom tarjoaa F-Securea kuukausimaksullisena 
versiona. Tilaisuus pidettiin 18.11. Kuukausimaksullisessa versiossa säästöt ovat 
noin 400 euroa vuodessa sadalta työasemalta, verrattuna vuosimaksulliseen vaihtoeh-
toon. Lisäksi tämä vähentää asennuskäyntejä, mistä voi koitua suuriakin säästöjä. 
 
Tilaisuudessa kerroin F-Secure Software Updater ohjelmistosta ja sen hyödyistä asi-
akkaille. Asiakkaat vaikuttivat hyvin kiinnostuneilta ja ymmärsivät paketinhallinta-
ohjelmistojen hyödyt yrityksensä tietoturvalle. 
7.2 Jatkotutkimukset 
Jatkotutkimuksissa voisi testata erikoisympäristöjen tukea ja muita ohjelmistoja uu-
demmissa tai eri käyttöjärjestelmissä. Erikoisympäristöt käsittävät virtuaali- ja seka-
laiset käyttöjärjestelmät eri laitteistoissa. 
 
Mikäli asiakkailla olisi ollut käyttöjärjestelminä muita kuin Windows 7, olisin myös 
tutkinut ohjelmistojen sopivuutta niihin. Esimerkiksi Windows 10 ja Mac OS X yh-
teensopivuutta. 
 
Ohjelmistojen rinnakkaiskäytön testaaminen. Ohjelmistojen toimivuus WAN yli, eri 
toimialueissa.  
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