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Fraudebestrijding in België anno 2010 : quo vadis? 
‘When the criminal laws are so expansive that everyone is guilty of something, 
you have a government not of laws but of bureaucratic arbitrariness’ 
(Hellerstein, 1998)  
Inleiding 
Er beweegt  wat op het terrein van de fraudebestrijding in ons land. Hoewel in ieder beleidsplan met 
de grote trom een hernieuwde strijd wordt aangekondigd tegen de sociale en fiscale fraude, is de 
huidige Staatssecretaris voor de coördinatie van de fraudebestrijding goed op weg om de vaak 
aangeklaagde ‘eilandmentaliteit’ binnen het publieke opsporingsapparaat te doorbreken. Daar waar 
vroeger de politieke oplossing vooral gezocht werd in het oprichten van nieuwe diensten of 
bijkomende bevoegdheden, wordt tijdens deze legislatuur de focus (eindelijk) gelegd op het tot stand 
brengen van een mentale ommekeer bij de verschillende fraudebestrijdingsdiensten : samen werkt ! 
‘Departementalitis’ is overigens geen Belgische ziekte, ook in andere Europese landen is dit een 
pijnpunt gebleken (Doig & Levi, 2009). 
Een tweede impuls werd gegeven door de meer dan 100 aanbevelingen van de 
Onderzoekscommissie fiscale fraude die een aantal concrete dossiers (FBB1, 
kasgeldvennootschappen en Beaulieu) onder de loep heeft genomen. Deze commissie kwam er 
nadat veertien topspeurders naar fiscale fraude en vijf parlementsleden hadden aangeklaagd dat de 
grote financiële en fiscale dossiers van de afgelopen vijftien jaar systematisch mislukken.  Eén van de 
in het oog springende aanbevelingen betreft het zogenaamde ‘una-via-principe’. Bedoeling is om van 
bij de start van een nieuw fraudedossier uit te maken of het via gerechtelijke dan wel administratieve 
weg zal worden aangepakt. Het idee werd  inmiddels door Staatssecretaris Devlies opgepikt : er werd 
een werkgroep opgericht die een concreet voorstel zal uitwerken.  
Een tweede aanbeveling die inmiddels in een wetsvoorstel is gegoten en recent een positief advies 
kreeg van de Raad van State, heeft betrekking op de versoepeling van de bancaire discretieplicht 
(Desterbeck, 1994), waardoor belastingsambtenaren ook voor de inkomstenbelastingen 
bankrekeningen kunnen inkijken als er aanwijzingen zijn van ernstige fraude2. Dit bericht leidde tot 
discussie, gezien de BBI3 meldde dat zij nu al, mits toestemming van de gewestelijke directeur van de 
fiscale administratie, toegang hebben tot bancaire gegevens, volgens artikel 318 van het Wetboek 
Inkomstenbelasting (De Standaard, 20/3). Sommigen vragen zich dan ook af of dit niet eerder een 
verstrenging van het ‘bankgeheim’ is, in plaats van een versoepeling.  
Ten derde zagen we zeer recent de oprichting van een gemengde ondersteuningscel die zich zal 
richten op de bestrijding van de ‘georganiseerde sociale fraude’4. De ministerraad keurde op 25 
maart j.l. het voorstel hieromtrent goed. Deze ondersteuningscel zal op basis van het samenbrengen 
van de data van de sociale inspectiediensten en de politiediensten trachten analyses te maken van 
bestaande fraudevormen om zo de strijd tegen sociale fraude te kunnen onderbouwen.  
Een vierde aansporing tot verandering betreft het weliswaar moeizame doch daarom niet minder 
noodzakelijke hervormingsplan van Minister van Justitie, Stefaan De Clerck. De beoogde 
schaalvergroting (van 27 naar 16 gerechtelijke arrondissementen) – die recent door de magistratuur  
werd bestempeld als getuigend  van een gebrek aan ambitie5 - moet er toe leiden dat de bestaande 
rechtbanken worden gegroepeerd onder grotere en tegelijkertijd efficiëntere structuren. En dat zou 
op zijn beurt betere garanties moeten bieden voor het samenbrengen van expertise en het sneller 
afhandelen van fraudezaken. In dit verband kan verwezen worden naar de aanbeveling van 
voormelde commissie om meer gespecialiseerde parket-en onderzoeksmagistraten in te zetten: in 
elk gerechtelijk arrondissement zou er één gespecialiseerde onderzoeksrechter moeten komen en 
daarnaast zouden gespecialiseerde substituten in één team moeten samenwerken op het niveau van 
het Hof van Beroep. 
En dan was er natuurlijk nog de globale financieel-economische crisis, die ook in ons land zijn sporen 
heeft nagelaten. Voor velen was deze het resultaat van fraude en onverantwoord gedrag door 
bedrijven, banken en machtige individuen, zoals Bernard Madoff. Vooral de ‘bonuscultuur’ en de 
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 We verwijzen hiervoor o.m. naar het interview met Procureur Johan Sabbe (parket Gent) in Knack, 10 maart 2010 en het 
artikel in de Tijd van 13 maart 2010 dat refereert naar een nota van de Voorzitters van rechtbanken en hoven van beroep 
aan de Minister van Justitie en waarin gepleit wordt voor een meer ingrijpende fusie tot hooguit een tiental rechtbanken.  
‘gouden parachutes’ van topmanagers kwamen daarbij sterk onder vuur te liggen en hebben 
inmiddels geleid tot Europese en nationale regulerende initiatieven.  Ook het ‘corporate governance’ 
debat en het compliance-gebeuren heeft door de hele heisa van de crisis een nieuw en verfrissend 
elan gekregen: het accent werd onder impuls van het bedrijfsleven zelf verlegd van structuren en 
regels naar attitude- en gedragsverandering. Een positieve evolutie, doch nog weinig bedrijven zijn er 
al echt mee bezig. Met andere woorden: hier is nog een hele weg af te leggen !  
Deze ontwikkelingen hebben hun elk op hun eigen wijze gevolgen voor de aandacht voor en 
bestrijding van fraude in de brede zin van het woord. Uitgaand van deze invloeden willen we in deze 
bijdrage vanuit een Belgische bril vooreerst de breedte en diepte van het fraudelandschap op een 
inzichtelijke manier duiden. We willen met andere woorden een zo duidelijk mogelijk (pragmatisch) 
antwoord bieden op de vraag: waar hebben we het nu over als we praten over fraude en 
fraudebestrijding ? Vervolgens nemen we twee uiteenlopende fraudecategorieën onder de loep, te 
weten : verticale fraude aan de ene kant en horizontale fraude aan de andere kant.  Deze tweedeling 
is gebaseerd op het verschil in slachtofferschap bij verschillende vormen van fraude: bij verticale 
fraude is er sprake van publiek slachtofferschap (overheden, de gemeenschap in brede zin), bij 
horizontale fraude is er daarentegen sprake van privaat slachtofferschap (bedrijven of personen).  
Deze keuze is niet toevallig omdat ze als het ware nagenoeg samenvalt met die andere tweedeling : 
de publieke versus de private fraudebestrijder. Zo belanden we finaal bij de hamvraag : waar gaan 
we naartoe, indien een doelmatigere bestrijding van het gehele fraudepalet het maatschappelijke 
doel is ?  Moeten we dan denken in termen van publiek-private samenwerking  (PPS) of dient er 
eerder sprake te zijn van privaat-publieke afstemming (PPA) ?  
Fraude, what ’s in a name ‘? 
Misleiding is van alle tijden (Lombroso, 1911. Fraude is hoe dan ook een lastig te omschrijven begrip, 
al begrijpt iedereen wel wat ermee bedoeld wordt. Het komt uit het Latijn en betekent zoveel als 
‘bedrog’, ‘schade’ en ‘nadeel’. Volgens de taalkundigen schijnt het afgeleid te zijn van een 
werkwoord dat zoveel betekent als ‘breken’ of ‘kapotmaken’. Daarmee bedoelden de oude 
Romeinen waarschijnlijk het breken of kapotmaken van een code of een al dan niet vastgelegde 
afspraak. Woord- of contractbreuk zouden wij dat nu noemen. Tegenwoordig wordt fraude gebruikt 
als  een verzamelbegrip, waaronder verschillende vormen van financieel-economische criminaliteit 
samenvallen (Doig & Levi, 2009), doch die één gemeenschappelijk kenmerk hebben : het onder valse 
voorwendselen verkrijgen van voordelen waarop men geen recht heeft. Dit betekent ook dat er niet 
altijd een strafrechtelijke connotatie hoeft te zijn; bedrijven benoemen bijvoorbeeld ook 
overtredingen van de interne codes als ‘fraude’ (Cools, 2005). De diversiteit van dit containerbegrip 
wordt niet alleen geïllustreerd door de verschillende verschijningsvormen waarin fraude zich kan 
manifesteren (fiscale fraude, sociale zekerheidsfraude, aankoopfraude, …) maar ook door de 
verschillende vormen van slachtofferschap (overheid, bedrijven, werknemers) en de verschillende 
vormen van daderschap (organisatiecriminaliteit, werknemerscriminaliteit, 
witteboordencriminaliteit).  Voor een volledig overzicht verwijzen we hier naar Levi et al, die in hun 
rapport over de kosten van fraude in de UK een verdienstelijk, doch niet-exhaustief, overzicht bieden 
van de verschillende vormen die zij identificeerden (Levi et al, 2007).  
Verbonden aan deze diversiteit van fraudevormen, is de diversiteit in opsporing en sanctionering van 
deze verschillende vormen. Zo kan opsporing gebeuren door het bedrijf dat zelf slachtoffer is, maar 
ook door private fraudebestrijders, zoals forensische auditoren6, door politie, of door bijzondere 
inspectiediensten (zoals in het geval van sociale zekerheidsfraude (De Baets, De Keulenaer & 
Ponsaers, 2003; Ponsaers, De Keulenaer & Vanhaverbeke, 2003; Ponsaers & Hoogenboom, 2004)). 
Om deze diversiteit enigszins te structureren, wordt traditioneel een onderscheid gemaakt op basis 
van het verschil in slachtofferschap. Dit is het onderscheid tussen horizontale fraude enerzijds en 
verticale fraude anderzijds. Bij horizontale fraude worden private middelen geviseerd en is er sprake 
van private slachtoffers (bedrijven of individuen), terwijl bij verticale fraude de publieke middelen 
het voorwerp zijn van bedrog en derhalve de publieke sector het slachtoffer is. Bij deze laatste vorm 
kan zowel een lokale, nationale als internationale overheid het slachtoffer zijn (Levi et al, 2007).  De 
auteurs maken hierbij echter de kanttekening dat bij alle vormen van fraude, de gemeenschap (the 
public) het ultieme slachtoffer is. Bovendien is het niet altijd mogelijk om een zwart-wit onderscheid 
te maken inzake slachtofferschap: indirect kan verticale fraude namelijk ook een negatieve impact 
hebben op private organisaties. Eén van de voorbeelden in dit verband is de strijd tegen witwassen, 
waarbij private organisaties een rol kregen toebedeeld aan de hand van de meldingsplicht van 
verdachte transacties. Als gevolg van de sancties die getroffen kunnen worden bij het niet-naleven 
van deze meldingsplicht, en de bijbehorende reputatieschade die een bedrijf kan lijden indien ze 
betrapt wordt op medeplichtigheid aan witwassen, leidt witwassen zowel tot slachtofferschap van 
private als publieke actoren. De strijd tegen witwassen – oftwel ‘compliance’ – bevindt zich dan ook 
op het kruispunt van horizontale en verticale fraude. Dit voorbeeld maakt duidelijk dat er geen 
strikte scheidingslijn is tussen beide vormen van fraude van elkaar scheidt, noch naar het fenomeen 
toe, noch naar de bestrijding ervan.  
Aandacht voor ‘fraude’  
Uit het overzicht dat we in de inleiding gaven - dat geenszins de pretentie heeft volledig te willen zijn 
-  blijkt dat de beleidsaandacht maar ook de criminologische aandacht (Verhage, 2009) de afgelopen 
(crisis)jaren hoofdzakelijk is uitgegaan naar fraudevormen waarbij bedrijven zich eerder in de 
daderrol bevinden. Daar is op zich niets mis mee: bedrijven staan geenszins boven de wet en moeten 
gesanctioneerd worden als ze in de fout gaan. Alleen wordt zo de indruk gewekt dat ondernemingen 
de grote boosdoeners zijn, terwijl de werkelijkheid op het terrein toch een veel gevarieerder 
fraudepalet laat zien. Bedrijven worden steeds vaker ook slachtoffer van allerhande fraude en 
hebben geleerd om fraude te benaderen als een ernstig bedrijfsrisico. Meer nog, recente 
bevindingen van ‘surveys’ uitgevoerd door grote (internationale) auditkantoren (Ernst & Young, 
2009; PriceWaterhouseCoopers, 2009) laten zien dat zo’n 40% van de ondervraagde bedrijven van 
mening is dat de crisis fraude en onethisch gedrag in de hand werkt en derhalve een voedingsbodem 
vormt voor de ‘nieuwe fraudeur’.  Het risico dat met ‘fraude’  gepaard gaat wordt met andere 
woorden als groter gepercipieerd. Daarnaast meldde 30% van de ondervraagde bedrijven dat ze het 
slachtoffer werden van een vorm van fraude in de afgelopen 12 maanden (PriceWaterhouseCoopers, 
2009). Uit Nederlands onderzoek bleek dat 1 op de 9 potentieel juridische problemen van KMO’s in 
2006, een probleem rond ernstige criminaliteit of fraude is (Croes & Maas, 2009). In ongeveer de 
helft van de gevallen zouden de daders binnen de bedrijfsmuren te vinden zijn (Bussmann & Werle, 
2006).  
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 Het gaat om een nieuwe discipline die beoefend wordt door academisch geschoolde accountants, revisoren, juristen, 
economen en criminologen die zich gespecialiseerd hebben in het voorkomen, detecteren, onderzoeken en (helpen) 
beslechten van fraude binnen een organisatiecontext. De door het Instituut voor Forensische Auditoren erkende auditoren 
mogen het kwaliteitslabel RFA (Registered Forensic Auditor) voeren. 
Bedrijven investeren dan ook (al dan niet vrijwillig) massaal in het voorkomen  en opsporen van 
fraude. Dat dit niet direct zichtbaar is, is niet toevallig: bedrijven kiezen er vaak voor om geen 
aangifte te doen bij slachtofferschap van fraude. Zo weten we uit eerder onderzoek dat slechts een 
minderheid van de fraudevormen gemeld wordt aan de politie – hoewel de mate waarin men meldt, 
afhankelijk is van verschillende factoren waaronder de omvang van de schade en de ernst van de 
feiten (Cools, 2005)). Internationaal onderzoek bevestigt dit beeld, en stelt zelfs dat van de caseload 
die “forensic accounting and corporate investigation companies” hebben, slechts 1 à 2% in het 
strafrechtssysteem terechtkomt. Een ander beeld zien we wanneer het gaat om burgerrechtelijke 
stappen, waarbij zichtbaar wordt dat - afhankelijk van hoeveel geld er met de zaak gemoeid is - dit 
pad sneller gekozen zal worden dan een strafrechtelijk pad (Williams, 2005). Uit onderzoek in 
Duitsland bleek anderzijds dat bedrijven fraude niet snel zullen melden wanneer deze intern 
gepleegd werd (door eigen werknemers of management), gezien de reputatieschade die hiermee 
gepaard kan gaan (Bussmann & Werle, 2006). 
Dit betekent echter ook dat veel van deze fraudevormen niet in het publieke domein (en dus de 
publieke aandacht) terecht komen. De (publieke) perceptie van het voorkomen van met name 
horizontale fraude stemt dan ook niet overeen met de realiteit. Dit houdt tezelfdertijd in dat het 
beleid dat gevoerd wordt, zich niet kan baseren op correcte informatie. Toegegeven, dit is ook in 
bepaalde mate het geval met andere vormen van geregistreerde criminaliteit. Het vermoeden is 
echter dat het dark number inzake horizontale fraude in vergelijking met andere vormen van 
criminaliteit bijzonder hoog ligt. De vraag is natuurlijk of dit een probleem is, met andere woorden: is 
het nodig dat publieke actoren op de hoogte zijn van elke vorm van fraude waar het bedrijfsleven 
mee geconfronteerd wordt? Is het algemeen belang er altijd bij gebaat dat fraudevormen waarbij 
een vorm van private justice wordt toegepast, bijvoorbeeld wanneer werknemer en werkgever tot 
een vergelijk komen, in het publieke rechtsapparaat terechtkomen?  
Fenomenologie  
Onafgezien van de vaststelling dat de omvang van het gehele fraudelandschap wellicht nooit in 
betrouwbare cijfers kan gevat worden, geeft de evolutie van het laatste decennium aan dat er hoe 
dan ook sprake is van een hardnekkig en groeiend fenomeen. De redenen hiervoor zijn divers. Zo is 
door de informatisering en internationalisering fraude nog veelvormiger geworden en minder 
grijpbaar van karakter. En mede door anonimisering en ‘virtualisering’ van transacties zijn de 
drempels voor het plegen van (omvangrijke) fraude lager komen te liggen (Hoogenboom, 2001). 
Cybercrime is hier één van de vele uitingen van.  Daarnaast zijn er de culturele veranderingen die 
maken dat  ‘het eigen gevoel’ en het ‘eigen belang’ meer en meer als leidraad van het handelen 
geldt. Dat zet op zijn beurt de naleving van regels onder druk omdat mensen steeds minder uitgaan 
van morele beginselvastheid en tevens minder het gezag van normstellers (overheid, werkgever) 
aanvaarden (Schnabel, 2000).  
Bovenstaande maatschappelijke ontwikkelingen leiden er niet alleen toe dat meer ruimte wordt 
geboden voor frauduleus handelen, tegelijkertijd maken ze het optreden tegen fraude er niet 
bepaald eenvoudiger op. Zo heeft vandaag de dag veel fraude een grensoverschrijdend karakter , 
waardoor de klassieke geografische (bevoegdheids)afbakening steeds meer op de achtergrond 
geraakt (Ponsaers, 2010).  Tezelfdertijd bestaat in de samenleving de neiging de overheid een grote 
rol toe te kennen bij het tegengaan van risico’s (Beck, 1999; Boutellier, 2002). Hierdoor dreigt een 
kloof te ontstaan tussen de verwachtingen die de samenleving koestert ter vrijwaring van de 
mogelijkheid slachtoffer te worden van fraude en de feitelijke mogelijkheden van de overheid 
daartoe. Het is immers algemeen bekend dat het publieke opsporingsapparaat gekenmerkt wordt 
door een grote ‘ketenafhankelijkheid’ en dat in het bijzonder bij fraudeonderzoeken sprake is van 
complexe werkprocessen en een kwalitatief en kwantitatief capaciteitsprobleem (Van 
Cauwenberghe, 2001). Dit brengt ons tot de beleidsvraag of het niet hoog tijd wordt dat meer 
helderheid wordt geschapen over de rol die de overheid kan en moet spelen inzake fraudebestrijding 
en wat van andere partijen mag dan wel moet verwacht worden. Dient de overheid hier het 
voortouw te nemen of laat men best de taakverdeling, zoals deze gegroeid is, stilzwijgend bestaan? 
Mogelijk zetten recente ontwikkelingen op het terrein de bakens uit om te komen tot een soort 
nieuwe verantwoordelijkheidsverdeling.  
 
Verticale fraude : het favoriete jachtterrein van de publieke 
fraudebestrijder 
Verticale fraude, waaronder bijvoorbeeld fiscale fraude,verduistering, subsidiefraude, sociale 
zekerheidsfraude vallen, is het traditionele domein van de publieke sector. Dit is op zich geen 
vreemde vaststelling: dit soort feiten komt meestal pas aan het licht indien er aangifte wordt gedaan 
of door pro-actief onderzoek door publieke actoren. Bedrijven hebben op zich geen direct belang bij 
het voorkomen van deze vormen van fraude en zullen – mits zij hiertoe niet verplicht worden – niet 
snel geneigd zijn om in de bestrijding hiervan te investeren. Dit betekent echter niet dat bedrijven 
geen indirect slachtoffer worden van deze vormen van fraude: sociale zekerheidsfraude kan een 
impact hebben op de concurrentiepositie van een bedrijf, net zoals fiscale fraude. Immers, wanneer 
bepaalde bedrijven gebruik maken van frauduleuze mechanismen in hun bedrijfsvoering, heeft dit 
een effect op de concurrentiepositie van andere bedrijven (zo brengt zwart werk minder kosten met 
zich mee voor een bedrijf,en kan aanbestedingsfraude andere bedrijven in een nadelige positie 
brengen).  Ook kunnen vormen van verticale fraude een reputatierisico met zich meebrengen voor 
bedrijven die hiermee geassocieerd worden. Hier moeten we dan ook een verschil maken in die 
vormen van fraude waarbij bedrijven als het instrument voor de fraude gehanteerd worden (zoals 
het geval is bij banken die een instrument zijn bij fiscale fraude of witwassen) of wanneer bedrijven 
als dader worden gezien van vormen van fraude (zoals bij het opzetten van btw-carroussels).  
Ook de opsporing van verticale fraude is geen eenzijdig verhaal; naast de klassieke reguliere politie 
die in dit domein optreedt7, zien we immers nog tal van andere publieke actoren die zich (al dan niet 
in een samenwerkingsverband) met deze problematiek bezighouden. Op nationaal niveau denken we 
bijvoorbeeld aan de bijzondere inspectiediensten. Zij richten zich met name op de opsporing van 
organisatiecriminaliteit (Ponsaers, De Keulenaer & Vanhaverbeke, 2003). De aandacht voor de 
vormen van fraude waar inspectiediensten zich op richten neemt toe, zowel op het vlak van de 
beleidsvoering als in de media. De laatste weken werd in de media meermaals aandacht besteed aan 
fenomenen van verticale fraude; zo werd er  een toename van verschillende vormen van fraude met 
dienstencheques geconstateerd, terwijl fraude met werkloosheidsuitkeringen juist afgenomen is in 
vergelijking met de jaren ervoor. Afgaand op de geconstateerde overtredingen blijft de horeca de 
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 Hoewel de mankracht hiervoor beperkt is; Levi berekende dat in de UK minder dan 5% van het politiepersoneel zich bezig 
kan houden met fraudeonderzoek (Levi, 2009).  
sector waarin sociale fraude het meest wordt vastgesteld (De Morgen, 24/3/2010). Ondanks deze 
aandacht voor de aanpak van de ondergrondse of informele economie, waaronder dan bijvoorbeeld 
zwartwerk (een van de meest voorkomende vorm van sociale fraude: 80% van de overtredingen 
inzake sociale fraude bestond uit zwartwerk8) veel aandacht krijgt, zien we ook een andere kant van 
publieke fraudebestrijding, waarbij zaken soms erg lang aanslepen en een gebrek aan aandacht van 
de beleidsmaker blijkt. Ondanks het feit dat witteboordencriminaliteit reeds lange tijd een prioriteit 
is in de nationale veiligheidsplannen, lijkt het beeld van de publieke fraudebestrijding eerder 
ontmoedigend. We noemen hier bijvoorbeeld de zaak KB-Lux, die wegens onrechtmatige bewijzen 
werd afgevoerd, of de zaak Beaulieu, die al jaren aansleept. Pijnpunten die in dit verband worden 
genoemd zijn dan een gebrek aan prioriteitstelling van fraudevormen (Nelen, 2004), te weinig 
middelen en expertise in dit domein of het te weinig gericht onderzoeken van deze feiten 
(recherchemanagement – cfr Van Hees, Ponsaers, Vander Beken, 2005). De publieke 
fraudebestrijding staat de laatste jaren dan ook in een vrij negatief daglicht. Daarmee willen we niet 
gezegd hebben dat er geen voorbeelden zouden zijn waarbij de overheid bewezen heeft dat ze wel 
de zaken accuraat kan aanpakken9. 
Er zijn echter ook vormen van fraude die het publieke en private domein kruisen; bij de bestrijding 
van witwassen wordt, aan de hand van de meldingsplicht, de private sector immers ook één van de 
opspoorders in de keten, wat tal van nieuwe problemen in verband met afstemming, feedback en 
informatiedoorstroom met zich meebrengt. Wederzijds onbegrip en gebrek aan transparantie van de 
aanpak kan ertoe leiden dat de doelstelling wordt voorbijgestreefd. De strijd tegen witwassen is één 
van de voorbeelden waaruit blijkt dat een opgedrongen publiek-private samenwerking niet altijd een 
effectieve oplossing hoeft te zijn. Het gebrek aan informatie- en kennisuitwisseling leidt immers tot 
het gevaar van stereotypering, waarbij men het risico loopt om vooral te focussen op de ‘usual 
suspects’. Ook hieromtrent zijn overigens plannen vanuit de staatssecretaris voor fraudebestrijding; 
men wil met name trachten om de kennis die binnen het CFI aanwezig is rond witwassen in het kader 
van sociale en fiscale fraude, aan te wenden in het kader van de bestrijding van deze fraudevormen. 
In hoeverre men hierin intussen geslaagd is, blijft echter onduidelijk.  
Horizontale fraude : de natuurlijke habitat van de private 
fraudebeheerser 
Horizontale fraude is een domein waar de publieke sector zich in mindere mate mee bezighoudt. 
Enerzijds noodgedwongen, gezien de eerder lage aangiftebereidheid van deze vormen van fraude, 
anderzijds wegens een gebrek aan mankracht en expertise, zeker in gevallen waar zeer specifieke 
kennis noodzakelijk is. Hoewel het opsporen van horizontale fraude lang niet altijd bijzonder moeilijk 
is, is het wel steeds - omwille van het verdoezelingskarakter - tijdrovend en daarom kostbaar: voor 
één stevige fraudezaak lost de politie honderd inbraken op. Het mag dan ook niet echt verwonderen 
dat horizontale fraude, en in het bijzonder interne fraude10,  meer en meer aan de private sector zelf 
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 http://www.carldevlies.be/nl/news/330/15/Strijd-tegen-sociale-fraude-werd-in-2009-nog-efficienter-dan-in-
2008/d,Detail.html 
9
 Hierbij kan o.m. verwezen naar de volgende zaken : Kirschen, Biorim, Stella Artois, Ceres, ... 
10
 Hiermee wordt horizontale fraude bedoeld die gepleegd wordt door een werknemer, kaderlid of lasthebber. M.a.w. het 
gaat om fraude gepleegd door een persoon die zich binnen de ‘inner cercle’ van de betrokken organisatie bevindt.  
wordt overgelaten. Anders is het evenwel voor   externe fraude11 , waar organisaties er toch vaak wel 
voor zullen kiezen aangifte te doen. Denken we maar aan fenomenen als creditcard-, bel- of 
afvalfraude.  Of bijvoorbeeld aan aankoop- dan wel verkoopfraude of  private corruptie, waarbij er 
vaak sprake is van samenspanning tussen een interne en een externe partij. Een ander meer specifiek  
‘buitenbeentje’ is ongetwijfeld jaarrekeningenfraude, dat rond de eeuwwisseling de gemoederen 
wereldwijd sterk heeft beroerd12, en dat recent opnieuw veel media aandacht heeft gekregen met 
het 2.200 pagina’s tellende curatorenverslag naar aanleiding van het spraakmakende failissement 
van Lehman Brothers.  Jaarrekeningfraude heeft doorgaans een impact die de bedrijfsmuren 
overstijgt doordat er potentieel heel wat belanghebbenden (klanten, leveranciers, beleggers) 
getroffen worden. In dergelijke gevallen is het dan ook vaak zo dat er een publieke onderzoekstraject 
wordt opgestart, waarbij evenwel private experten kunnen ingeschakeld worden.  
Binnen wat traditioneel de private veiligheidssector wordt genoemd  is private fraudebestrijding vaak 
een minder zichtbare sector. In de context van private veiligheid wordt de private fraudebestrijding 
ook wel de “high-end” van de private veiligheidssector genoemd (Williams, 2005). We doelen hier 
met ‘private fraudebestrijding’ zowel op bedrijven die vanuit het voorkomen of beperken van eigen 
slachtofferschap zelf aan fraudepreventie of –opsporing doen (denk bijvoorbeeld aan banken of 
verzekeringsmaatschappijen), als op gespecialiseerde dienstverleners die als kerntaak deze private 
fraudebestrijding hebben (zoals de forensische auditoren).  
Het afgelopen decennium hebben met name de forensische auditoren een zelfstandige en aan het 
overheidsingrijpen complementaire maatschappelijke positie verworven.  Meer nog, de private 
forensische dienstverlening heeft met succes het vacuüm opgevuld dat de overheid heeft 
achtergelaten. De reeds aangehaalde beperkingen van het publieke opsporingsapparaat hebben 
samen met het marktaanbod van  private fraudebestrijding en een aantal daarmee samenhangende 
maatschappelijke en economische ontwikkelingen13 ertoe bijgedragen dat in het bijzonder voor 
gevallen van interne fraude het strafrecht de facto werd teruggedrongen in zijn oorspronkelijke rol 
van ‘ultimum remedium’. Anders gezegd : de reactie op normovertredingen die strafrechtelijk van 
aard zijn, behoort niet langer automatisch en uitsluitend tot de competentie van de overheid. Alleen 
het ‘echte’ strafrechtelijke optreden (en het daaraan verbonden toepassen van dwangmiddelen) 
blijft gekoppeld aan de overheid en dat is maar goed ook. Doch, ook hiervoor geldt dat dit  in veel 
gevallen maar geschiedt nadat een aangifte is gedaan van een strafbaar feit, dus na een actie van de 
leiding van een bedrijf.   
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 Hiermee wordt bedoeld horizontale fraude, waarbij de dader(s) buiten de bedrijfsmuren moet gezocht worden. 
12
 We verwijzen hierbij naar enkele grote boekhoudschandalen zoals Enron, Worldcom, Ahold, Shell, Parmalat en Lernout & 
Hauspie die geleid hebben tot nieuwe internationale, Europese en nationale regels die het vertrouwen moesten herstellen.  
13
 Hierbij kunnen we o.a. volgende ontwikkelingen benoemen: de informatisering en digitalisering , die een steeds groter 
wordende afhankelijkheid van de betrouwbaarheid van de informatie en informatiesystemen met zich meebrengt; de 
daarmee samenhangende globalisering van de economische activiteit, die leidt tot steeds meer (internationale) fusies en 
overnames, waarbij mega-multinationals in allerhande sectoren tot stand komen die op het vlak van administratieve 
organisatie en interne controle steeds moeilijker beheersbaar worden; de inflatie aan economische, sociale en leefmilieu-
regelgeving, die steeds meer europees en internationaal wordt en waarvan de complexiteit alsmaar toeneemt, waardoor 
men (onbewust) aanzienlijke schaderisico’s loopt; de aanwezigheid van een sterk materialistisch georiënteerd 
waardenpatroon in de ik-maatschappij van vandaag ; de dominantie van ‘winstmaximalisatie’ in de private  bedrijfscultuur, 
…  
 
Het kwalitatief aanbod door private forensische auditoren heeft een maatschappelijke functie die 
niet meer weg te denken valt. Daarnaast heeft deze dienstverlening ook  een toegevoegde waarde 
voor de bedrijfsleiding die niet mag onderschat worden. Het doel van een private forensische audit is 
immers drieledig : (1) het bekomen van waarheidsvinding en bewijsvoering aangaande bestaande 
vermoedens van fraude; (2) het desgevallend vrijpleiten van personeelsleden die ten onrechte 
werden verdacht op basis van ongegronde verdachtmakingen en (3) voorkomen dat gelijkaardige 
onregelmatigheden worden herhaald of zelfs aangemoedigd door het uitblijven van een gericht 
feitelijk onderzoek. Hiermee is tevens gezegd dat er sprake is van een fundamenteel verschillende 
benadering t.o.v. de publieke fraudebestrijding. De publieke fraudebestrijding wordt gedomineerd 
door de  finaliteit van de sanctie, het weze administratiefrechtelijk, fiscaal of strafrechtelijk.  
Uiteraard is de private fraudebestrijding ook doch niet uitsluitend gericht op het sanctioneren van de 
verantwoordelijken.  Een fraude incident binnen een organisatie zorgt nagenoeg steeds voor enige 
commotie en steeds meer willen bedrijven dat het probleem in de wortel wordt aangepakt. M.a.w. 
ze verwachten van de forensische auditor dat deze de zwakke plekken in de administratieve 
organisatie en het interncontrolesysteem blootlegt en aanbevelingen formuleert om hieraan te 
remediëren. Meer nog de idee dat systemen alleen niet volstaan om fraude beter te beheersen, wint 
meer en meer terrein en leidt ertoe dat de vraag naar een diepergaande preventieve aanpak 
toeneemt. Zo neemt het besef toe dat moet geïnvesteerd worden in een weerbare bedrijfscultuur, 
waarin integriteit als een centrale waarde wordt beleefd14. 
 Dat is op zich een positieve ontwikkeling. Tegelijkertijd ziet het er niet naar uit dat het fenomeen van 
interne fraude snel zal afnemen. Ondanks een stijging van de investeringen in ICT-beveiliging – om 
maar één voorbeeld te noemen -  hebben bedrijven steeds meer te maken met cybercrime. En dan 
gaat het lang niet alleen over externe personen, maar steeds meer over  werknemers die 
bedrijfsgevoelige informatie stelen of ontoegankelijk maken. 
 
 
 Naar een nieuwe vorm van toezicht…? 
Kortom, private fraudebestrijding heeft de toekomst of …. toch niet ?  Vanuit een weinig 
transparante poging om de private fraudebestrijding binnen een organisatiecontext in een (te?) strak 
keurslijf te willen gieten – hiermee doelen we op de intentie van het Ministerie van Binnenlandse 
Zaken om de bestaande detectivewet uit te breiden naar de gehele sector van de private 
fraudebestrijding en tegelijkertijd te verstrengen – dreigt de positieve dynamiek die de laatste jaren 
is gegroeid in de kiem te worden gesmoord. Dit voorstel houdt praktisch gezien in dat iedere 
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 Dit impliceert ook een cultuur waarin het melden van onregelmatigheden wordt gezien als een positieve en 
noodzakelijke bjidrage aan de duurzame ontwikkeling van het bedrijf, alsook aan het volledig economisch 
gebeuren. Maar liefst 43% van de fraudemisdrijven – zo blijkt uit de PWC survey van 2009 – komt aan het licht 
door de waakzaamheid van medewerkers, via het gebruik van interne dan wel externe meldsystemen. Dit 
precentage zou veel hoger kunnen  zijn indien Belgische organisaties meer werk zouden maken van het 
implementeren van een doeltreffend meldsysteem, waarbij naast een intern meldkanaal ook gebruik wordt 
gemaakt van een extern meldpunt. Dit laatste kan een aantal bijkomende waarborgen  bieden voor een 
vertrouwelijke en onafhankelijke behandeling.  
organisatie die onder de wetgeving zal vallen, een meldingsplicht krijgt zoals  deze momenteel geldt 
voor de privé-detectives. Helaas werden de betrokken interne en externe dienstverleners inzake 
‘forensic auditing’ nooit geconsulteerd  bij de totstandkoming van dit voorstel. Dit was overigens een 
kritiek die we ook hoorden bij de totstandkoming van eerdere wetgeving rond de private sector 
(Cools, 2005).   
Voor alle duidelijkheid : een duidelijk wetgevend kader is zeker wenselijk en zelfs noodzakelijk om de 
nodige ‘check and balances’ te verankeren in het private onderzoeksgebeuren. Bovendien kan via 
een wettelijk kader het vereiste kwaliteitsniveau alsook de eerbiediging van basisrechten in een 
privaat onderzoek beter gegarandeerd worden voor een delicate activiteit als privaat 
fraudeonderzoek, doch.... het moet ook werkbaar blijven. Het risico bestaat dat men met deze 
wettelijke omkadering eerder een contraproductief effect zal bereiken. Daarnaast kunnen we ons de 
vraag stellen in hoeverre een uitbreiding van die meldingsplicht realistisch is: niet alleen stelt zich de 
vraag hoe dit te controleren zal zijn, maar ook is niet duidelijk in hoeverre het parket in staat is om 
deze meldingen op te volgen, gezien de huidige sepotpercentages inzake financiële criminaliteit15?  
Enkele pijnpunten kunnen deze bekommernis wellicht  beter illustreren. We stellen ons een aantal 
vragen:  
 Zal het zonder meer uitbreiden van de zogenaamde meldplicht voor alle onderzoeken die 
mogelijks een misdrijf kunnen opleveren aan het openbaar ministerie - die vandaag reeds 
bestaat voor de privé-detectives – niet contraproductief werken ? Met een strafrechtelijke 
procedure is het private belang van een organisatie die door  interne fraude is benadeeld over 
het algemeen immers weinig gediend. En  lijkt het niet wat al te veel gevraagd ‘in het algemeen 
belang’ te melden , terwijl daaraan voor de betrokken organisatie ook negatieve aspecten 
(kunnen) kleven ? Zou dit niet betekenen dat bedrijven geen professionele fraudeonderzoekers 
meer inhuren en op eigen houtje hun fraudeonderzoek gaan doen, met mogelijk kwaliteitsverlies 
(ook inzake rechten van de ‘verdachte’) en een gebrek aan remediëren m.b.t. de oorzaken van de 
fraude tot gevolg?  
 Lijkt het voorschrijven van elke (zelfs administratieve) inbreuk op de bepalingen van de ‘nieuwe 
wet privaat onderzoek’16 niet op een “blanco cheque” indien de minste wetsovertreding leidt tot 
ongeldigheid van de bevindingen ? Dit lijkt disproportioneel en in feite dwars te staan op de 
bedoeling van het Hof van Cassatie dat er in de zogenaamde Antigoonrechtspraak (Cass. 14 
Oktober 2003) precies voor heeft geopteerd de rechter opnieuw meer vrijheid te geven bij het 
aanvaarden van onrechtmatig verkregen bewijs17 ; 
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 Zo zien we dat in 2007 meer dan 60% van de witwaszaken in Brussel werden geseponeerd, waarvan meer 
dan de helft wegens beleidsredenen (Verhage, 2010).  
16
 Er is vooralsnog enkel sprake van een door de administratie van Binnenlandse Zaken uitgewerkt ‘Voorontwerp van wet 
tot wijziging van de wet van 10 april 1990 tot regeling van de private en bijzondere veiligheid’ dat tot op heden enkel op het 
niveau van een interkabinetten werkgroep wordt besproken. Zie bijvoorbeeld De Morgen, 12/12/2009 
17
 De Antigoonrechtspraak van het Hof van Cassatie, die in een recent arrest van het Europees Hof voor de 
Rechten van  de Mens werd bevestigd (ERM, Lee Davies tegen België, 28 juli 2009), huldigt het principe dat het 
onrechtmatig verkregen bewijs bijdraagt tot het bewijs van het misdrijf behoudens in drie limitatieve gevallen. 
De basisregel is m.a.w. de toelaatbaarheid van het bewijs, de uitzondering is de uitsluiting waarbij naar drie 
gronden van uitsluiting wordt verwezen, namelijk : de overtreding van een op straffe van nietigheid 
  Het voorstel schrijft tevens een individuele toestemming van de Minister van Binnenlandse 
Zaken voor om een privaat onderzoek te voeren ten behoeve van publiekrechtelijke 
rechtspersonen. Vandaag komt het geregeld voor dat externe forensische auditoren worden 
ingeschakeld door overheden (lokaal, regionaal en federaal) met de bedoeling hen te begeleiden 
in een (administratief) onderzoek naar fraude, dan wel hen bij te staan om preventief op te 
treden tegen fraude. Hoe is het verschil in behandeling tussen de externe forensische auditoren 
en de interne forensische auditoren (interne diensten van de overheid) te verantwoorden ? 
 
PPS of PPA ?  
Op basis van wat voorafgaat moge duidelijk blijken dat de toekomstige uitdagingen voor de 
fraudebestrijding in België niet gering zijn. Bundeling van krachten inzake fraudebestrijding anno 
2010 lijkt dan belangrijker te worden aangezien het gaat om vormen van criminaliteit die niet enkel 
de nationale grenzen, maar ook, zoals hierboven aangegeven,  de traditionele grenzen tussen publiek 
en privaat overschrijden (Doig & Levi, 2009). Indien een doelmatiger bestrijding van zowel verticale 
als horizontale fraude voorop staat, stelt zich de vraag hoe  dit best bereikt kan worden : dient de 
weg van de samenwerking bewandeld te worden of moet er eerder sprake zijn van een betere 
afstemming tussen private en publieke fraudebestrijding ? 
Publiek-private samenwerking 
Samenwerken. Het lijkt wel een toverwoord voor het beleid van de overheid, zeker in tijden van 
budgettaire schaarste. Van Dale zegt er dit over: “Met elkaar, met verenigde krachten werken, 
gemeenschappelijk aan een zelfde taak werken”. Het integrale veiligheidsbeleid, waarbij 
partnerschap tussen verschillende – publieke en private – actoren wordt vooropgesteld, is dan ook 
sinds enige jaren de beleidsoptie van de Belgische overheden. Waar op vele terreinen al langer 
sprake is van (operationele) samenwerking tussen publieke en private partijen en publieke diensten 
steeds vaker geprivatiseerd worden, blijkt PPS op het terrein van fraudebestrijding evenwel  verre 
van evident18.   Zo zijn  er in een recent verleden verschillende aanzetten19 gegeven om PPS inzake 
fraudebestrijding op de rails te krijgen, doch op het terrein is daar tot op heden weinig van 
gerealiseerd20.  Daar staat tegenover dat er  soms  sprake is van een gedwongen huwelijk, waarbij 
publiek en privaat als gevolg van wetgeving zich in een geforceerde samenwerking bevinden. In de 
strijd tegen witwassen zien we bijvoorbeeld dat, als gevolg van verschillende denkpatronen of 
                                                                                                                                                                                     
voorgeschreven vormvereiste, de onrechtmatigheid die de betrouwbaarheid van het bewijs aantast en 
tenslotte het gebruik van het bewijs dat een schending inhoudt van het recht op een eerlijk proces. 
18
 Dat heeft in belangrijke mate te maken  met het reeds aangehaalde verschil in finaliteit en juridische omgeving (Schaap, 
2000), maar uiteraard ook met de beschreven realiteit dat de publieke en private fraudebestrijders - in de meeste gevallen - 
op andere fraudefenomenen werken. 
19
 We verwijzen hierbij o.m. naar een fraud seminar georganiseerd door het VBO en Ernst & Young op 18 mei 2001 en de 
werkzaamheden van de Commissie PPS van het Instituut der Forensische Auditoren.  
20
 Genoemd kunnen o.m. worden : Het Federaal Veiligheids-en Detentieplan van voormalig Minister van Justitie Verwilghen 
waarin het principe van PPS voor het realiseren van integrale veiligheidszorg expliciet wordt erkend,  de praktijkgerichte 
opleiding IT-Forensics op touw gezet door het IFA en de FFCU voor zowel publieke als private fraudebestrijders  en de 
lancering van Checkdoc ( https://www.checkdoc.be/CheckDoc) waarin banken en andere gebruikers informatie kunnen 
vinden over de geldigheid van identiteitskaarten en later ook andere documenten 
percepties, of als gevolg van moeizame communicatie, samenwerking erg moeilijk wordt. Dit kan 
leiden tot een schijnsucces van publiek-private samenwerking, waarbij de output van het systeem 
niet altijd lijkt op te wegen tegen de investering door private actoren (Verhage, 2010).  
Uit onderzoek bleek een aantal jaren geleden dat publiek-private samenwerking op het vlak van 
opsporing geen sinecure is (Cools et al, 2005). Beide partijen bleken elkaar nog met enige argwaan te 
bekijken en werkten sterk vanuit hun eigen doelstellingen en perspectief, wat samenwerking sterk 
bemoeilijkt. Beiden hebben ook hun eigen onderzoeksmethoden, deels ingegeven door de wettelijke 
kaders waarin men dient te werken. De conclusie van het onderzoek destijds was dat publiek en 
private opsporing twee parallelle trajecten zijn, waarbij de publieke opsporing in sommige gevallen 
werd ingeschakeld door de private speurders. Deze ‘druk op de knop’ taakverdeling bleek geen 
goede basis voor samenwerking; private actoren waren er van overtuigd dat publieke opsporing te 
weinig expertise had ontwikkeld om complexe dossiers te onderzoeken, terwijl in de publieke 
opsporingssfeer nog een vrij negatief beeld overheerste wanneer het ging over privé-detectives of 
andere private speurders (Verhage, 2005). Ook een gebrek aan inzicht in hoe een publiek onderzoek 
verloopt, de stappen die ondernomen moeten worden en de wettelijke garanties die een dergelijk 
onderzoek dient te bieden, botste soms met het verloop van een privaat onderzoek, dat vaak 
soepeler kan verlopen. Opvallend was in dit verband bijvoorbeeld de flexibele internationale 
samenwerking binnen de private sector, waar politie vaak vele formaliteiten in dient te vervullen 
vooraleer er sprake kan zijn van samenwerking of informatieuitwisseling op internationaal vlak  
(Cools et al, 2005). We vragen ons af of deze moeizame verhouding tussen publiek en privaat 
vandaag nog altijd opgaat?  
Ondanks de verschillende bezwaren zijn we van oordeel dat PPS voor fraudebestrijding een nuttig 
instrument kan zijn dat een ‘tweede kans’ verdient. Daartoe dient ons inziens eerst een goed 
beleidsmatig kader te worden gecreëerd, waarbinnen PPS operationeel kan worden uitgewerkt aan 
de hand van projectmatige initiatieven.  Ook zouden de nodige garanties moeten ingebouwd zijn 
waar het gaat om informatieuitwisseling, rekening houdend met privacybescherming en due process 
beginselen. Wat het beleidsmatig kader betreft, kan in navolging van de geplande hervorming bij 
Justitie gedacht worden aan een overlegplatform tussen het IFA, de gespecialiseerde magistraten 
inzake financieel-economische criminaliteit en een vertegenwoordiger van de Directie van de 
bestrijding van de financieel-economische criminaliteit van de Federale Politie(DJF). Hierbij is het van 
belang dat ieder vanuit het eigen normatieve kader blijft werken, om wederzijdse 
bevoegdheidsoverschrijdingen te vermijden (SMVP, 2000) 
Aan potentiële projecten zal er geenszins een gebrek zijn.  Enkele voorbeelden :  
 De wijze waarop gerechtelijke experten worden ingeschakeld is een oud zeer waarvoor een 
andere aanpak wenselijk is die aansluit bij de geplande justitiehervorming : geen centraal budget, 
maar een decentraal budget waarvoor de gerechtelijke arrondissementen zelf verantwoordelijk 
zijn zodat experten veel oordeelkundiger kunnen worden ingezet dan nu het geval is .  Gelet op 
de beperking van de beschikbare middelen zou het  beleid er bovendien op dienen gericht te zijn 
expertises  enkel in te zetten voor de complexe en/of grootschalige zaken. Zou ook hier een 
‘recherchemanagement’ niet op zijn plaats zijn? Is het niet beter dat er sneller betaalde 
expertises  aan een marktconform tarief zijn, die dan ook sneller en beter uitgevoerd worden?  
 Voor  het politieonderzoek kan bijvoorbeeld gedacht worden aan een bijstandsformule naar 
Nederlands model waarbij private fraudebestrijders advies geven over de wijze waarop een 
complex dan wel grootschalig fraudeonderzoek best aangepakt kan worden. Te denken valt o.m. 
aan : procesbegeleiding, helpen maken van strategische keuzes en uitleggen hoe bepaalde 
financiële technieken/transacties in mekaar zitten, ....  
 Ook het verbeteren of intensiveren van opleidingen inzake financieel-economische criminaliteit 
voor politiemensen, met inbreng van de private expertise kan een waardevolle piste zijn. Meer 
inzicht over hoe de bedrijfswereld in het algemeen functioneert en hoe ‘private speurders’ 
specifiek te werk gaan kan een positief effect kunnen hebben op de potentiële samenwerking in 
complexe dossiers. Kennisdeling en -uitwisseling tussen beide werelden kunnen immers leiden 
tot meer wederzijds begrip.  
 Grootschalige, tijdrovende en bijgevolg kostbare  huiszoekingen die bedrijven lamleggen kunnen 
worden vermeden indien naar Angelsaksisch model gewerkt wordt met een wettelijke 
verplichting  tot het ter beschikking stellen van elektronische data die nuttig dan wel nodig zijn in 
het kader van de bewijsgaring (e-discovery door private partijen ten behoeve van het gerecht). 
Voorwaarde hiervoor is dat de politionele capaciteit hierop aansluit.  Indien het gaat om private 
onderzoekswerkzaamheden als aanvulling op een politioneel dossier, dienen hiervoor ook de 
nodige waarborgen in het privaat onderzoek te worden ingebouwd.  
 Is het niet tijd om te denken aan een uitgebreider straffenarsenaal voor bedrijven waarin 
werknemers fraude pleegden, of bedrijven die betrokken waren bij fraudezaken in het verleden? 
Men zou kunnen denken aan het opleggen van een verplichte training dan wel begeleiding door 
een gespecialiseerd en erkend dienstverlener om de betrokken organisatie  op een andere 
manier te leren omgaan met frauderisico’s en de werknemers – naar analogie met de anti-
witwaswetgeving waarbij banken verplicht zijn om hun werknemers op te leiden met betrekking 
tot detectie en melding van potentiële verdachte transacties – te sensibiliseren voor bepaalde 
fraudevormen21.    
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 art 18bis van de probatiewet zou hiervoor als basis kunnen dienen 
Privaat-publieke afstemming 
Vanuit hetzelfde beleidsmatig kader kan ook werk worden gemaakt van een betere privaat-publieke 
afstemming. Afstemmen is iets anders dan samenwerken. Het impliceert dat afspraken worden 
gemaakt over wie wat doet en dat bij de actie van de ene partij  rekening wordt gehouden met de 
eventuele (vervolg)actie van de andere partij.  Vanuit een pragmatisch oogpunt pleiten we ervoor 
dat  publieke en private actoren weten waarop zij jegens elkaar kunnen rekenen. In de eerste plaats 
zou een helder vervolgingsbeleid van het Openbaar Ministerie in dit verband inzicht geven in wat het 
bedrijfsleven kan verwachten van het publieke opsporingsapparaat22.  Dat zal in het begin verre van 
gemakkelijk zijn en wellicht zullen daarbij eerder grove criteria worden gebruikt.  Doch in de loop der 
jaren kunnen deze op basis van de opgedane ervaring worden verfijnd. In hoeverre dit beleid als een 
soort (informele) norm voor aangifte kan gaan gelden, dient dan verder uitgeklaard te worden.  
De bedrijven zouden van hun kant een anti-fraude beleid  moeten ontwikkelen, waarbij zowel 
preventie als repressie aan de orde komen. Dat schept in de eerste plaats duidelijkheid voor de 
werknemers. Maar van bedrijven mag ook een maatschappelijke verantwoordelijkheid worden 
verwacht. Zij behoren zich niet uitsluitend zorgen te maken over de private (economische) belangen. 
Zij moeten eveneens beseffen dat fraude veelal ook een publieke component heeft, in die zin dat het 
kan gaan om een overtreding van de strafwet waarop strafbedreiging is gesteld juist vanuit het 
algemeen belang. Dat hoeft niet automatisch te betekenen dat te allen tijde aangifte zou moeten 
gedaan worden, maar wel dat een bedrijfsleider zich bewust is dat de publieke zaak haar eigen eisen 
stelt en dat dus bredere belangen spelen dan het bedrijfsbelang.  
Daar waar ingevolge het geheim karakter van een publiek onderzoekstraject bezwaarlijk sprake kan 
zijn van een (operationele) afstemming op een privaat onderzoek – er kan immers in dit kader geen 
informatie-uitwisseling van publiek naar privaat plaatsvinden – zal de omgekeerde richting wel 
mogelijk zijn.  Zo kunnen zich in de private praktijk in wezen drie situaties voordoen :  
(1) De opdrachtgever wil in geen geval dat politie en/of justitie bij de zaak betrokken worden en uit 
het intern onderzoek komen geen elementen naar boven die de opdrachtgever van mening doen 
veranderen; 
(2) Van in den beginne wil de opdrachtgever aangifte doen; 
(3) Gedurende het privaat onderzoek blijkt een ernstigere situatie dan vooraf werd aangenomen, 
waardoor opdrachtgever vooralsnog beslist aangifte te doen. 
Daar waar in de eerste situatie geen afstemming vereist is met een publiek (vervolg)onderzoek, zal 
dit wel het geval zijn in de tweede en derde situatie. De eerste situatie – de opdrachtgever wil geen 
aangifte doen – komt vaak voor. Deze gevallen worden na afronding van het fraudeonderzoek en 
voor zover concrete feiten kunnen worden aangetoond momenteel afgehandeld met een ontslag om 
dringende reden, een onderhandse terugbetalingsovereenkomst voor de geleden schade, een 
schadeclaim via een burgerrechtelijke procedure dan wel een combinatie van deze mogelijkheden. In 
de tweede en derde situatie worden de onderzoeksresultaten onder de vorm van een forensisch 
auditrapport aangegeven bij de bevoegde politionele dan wel gerechtelijke autoriteiten. Veelal zijn 
dan reeds getuigen en/of de fraudeur(s) over de verweten gedraging gehoord op basis van 
                                                          
22
 Een bedrijfsleider beschouwt het publieke opsporingsapparaat als een soort ‘black box’ : je weet wat je erin steekt, doch 
je weet absoluut niet of er iets zal uitmaken, laat staan wanneer.  
vrijwilligheid, waarbij de geïnterviewde zich desgewenst kan laten bijstaan door een door hem/haar 
aan te wijzen persoon. Zou het in deze gevallen vanuit efficiëntie-en effectiviteitsoverwegingen niet 
aangewezen zijn dat de politie het onderzoek niet van voren af aan overdoet, doch het reeds 
verrichte onderzoek als een solide vertrekbasis hanteert23? Dit betekent natuurlijk dat dit mogelijk 
gemaakt moet worden binnen de huidige strafrechtsprocedures.  
 Meer nog, indien het bewijs in strafrechtelijke zin vrijwel rond is en de onderzochte persoon heeft 
bekend, kan het dan niet volstaan dat de politie de verdachte nogmaals verhoort? Indien deze 
evenwel vooralsnog zou ontkennen, komt het aan de bevoegde magistraat toe na te (laten) gaan in 
welke mate het aangeleverde bewijs volstaat dan wel dat bijkomend onderzoek nodig is.  Indien 
nodig kunnen de private onderzoekers ‘in criminalibus’ als getuige optreden en verklaren onder 
welke omstandigheden en op basis waarvan de initiële bekentenis is tot stand gekomen.  
 
Besluit:  naar een nieuw evenwicht  
 
De fraudebestrijding in België omvat een breed en soms complex terrein, waarin publieke actoren de 
strijd niet langer alleen en vanuit hun eigen ‘cocoon’  aankunnen. Anderzijds dienen bedrijven te 
beseffen dat bepaalde feiten nu eenmaal het publieke traject in horen te gaan. Dat dubbele besef 
van de noodzaak om (1) samen te werken met andere publieke én private actoren en (2) zowel 
beleidsmatige als operationele afspraken te maken is de laatste jaren stilaan maar zeker gegroeid. 
Gelet op de bedreigingen van een toenemende fraudeproblematiek en de maatschappelijke eis om 
hieraan een afdoend antwoord te bieden  wordt het (hoog) tijd dat de hele handhavingsketen 
hiervan doordrongen is en dat de politiek het kader schept waarbinnen nieuwe wegen kunnen 
bewandeld worden.  Zou het beste leitmotiv hierbij niet zijn : samenwerken waar nodig, afstemmen 
waar het kan? 
 
Bart De Bie 
Antoinette Verhage 
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 Daarbij dient uiteraard een uitzondering te worden gemaakt voor onderzoeken die kennelijk  onvoldoende zorgvuldig zijn 
uitgevoerd dan wel belangrijke hiaten zouden vertonen. 
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