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1 Einleitung 
Die Realisation von Web-Präsenzen umfaßt verschiedene in einem Vorgehensmodell darstell-
bare Phasen. Nach der Phase der Situationsanalyse, in der insbesondere die Kunden- und Pro-
dukteignung zu analysieren sind, folgt die Phase der Zielsetzung, der Festlegung eines lang-
fristigen Konzepts, der operativen Umsetzung und der Kontrolle.1 Die Erfolgskontrolle einer 
Web-Präsenz ist die Voraussetzung für Entscheidungen, die ihren mittelfristigen Aus- oder 
Umbau betreffen. Sie sollten auf der Basis einer spezifischen informatorischen Grundlage 
stattfinden. Diese Grundlage kann sich grundsätzlich aus einer Befragung (z. B. mittels eines 
webbasierten Fragebogens2) oder der Beobachtung des Nutzungsverhaltens ergeben. Im Mit-
telpunkt dieses Beitrags steht die Auswertung des beobachteten Verhaltens, das vom Webser-
ver in Form einer Logdatei (Protokolldatei) automatisch aufgezeichnet wird. 
Einen Ansatzpunkt zur Auswertung des Benutzerverhaltens bietet das Konzept des Data Mi-
ning, das in letzter Zeit starke Beachtung erfahren hat. Data Mining wird als integrierter Pro-
zeß definiert, in dessen Verlauf Daten selektiert, extrahiert, vorbereitet und transformiert wer-
den, um schließlich durch Anwendung adäquater Algorithmen Muster aufzufinden.3 Wird das 
Internet als Datenquelle für das Data Mining4 herangezogen, so wird dieser Sachverhalt mit 
Web Mining bezeichnet. In Abhängigkeit von der inhalts- oder nutzungsorientierten Analyse 
des World Wide Web (WWW) lassen sich die Teilgebiete des Web Content Mining und des 
Web Usage Mining voneinander abgrenzen. Eine Ausprägungsform des Web Usage Mining, 
bei der sich die Analyse ausschließlich auf die Protokolldateien des Webservers beschränkt, 
wird als Web Log Mining bezeichnet.  
Da WWW-Server einen technologischen Kernbestandteil der computergestützten Hochschul-
lehre (cHL)5 darstellen, bietet das Konzept des Web Log Mining ein Instrumentarium zur Ana-
lyse von cHL-Servern. Auf diese Weise kann eine informatorische Basis für die Ausgestaltung 
des cHL-Konzepts geschaffen werden, die zur Kontrolle und Weiterentwicklung des Systems 
und damit letztlich zur Verbesserung der Qualität der Lehre beiträgt. Im Rahmen dieses Bei-
trags werden die Instrumente und die Ergebnisse einer Analyse bei cHL-Anwendungen vor-
gestellt. Zunächst sind jedoch die Eigenschaften der Datenbasis und die theoretischen Grund-
lagen des Web Log Mining zu untersuchen. 
                                                 
1  Vgl. Grob, H. L. (1998). 
2  Die Befragung ist insbesondere für die Erhebung der Einstellung von Bedeutung, da die Einstellung des Nut-
zers zur Webpräsenz stark durch qualitative Sachverhalte bestimmt ist. Diese können über die Faktorenanaly-
se verdichtet und mittels der Conjoint-Analyse in eine Rangreihe gebracht werden. 
3  Vgl. Bensberg, F., Weiss, T. (1998). 
4  Zum Begriff des Data Mining vgl. Grob, H. L., Bensberg, F. (1999). 
5  Vgl. Grob, H. L., Bieletzke, S. (1998), S. 109 ff. 
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2 Die Protokolldatei als quantitative Datenbasis 
Der derzeit dominierende Anwendungsdienst im Internet ist das Hypertext Transfer Protocol1 
(HTTP), das zur Übertragung von HTML-Seiten dient. Für die Durchführung des Web Log 
Mining ist es zunächst notwendig, die Benutzerinteraktionen mit dem HTTP-Server möglichst 
vollständig aufzuzeichnen. Dies geschieht in Form von Protokolldateien, in denen kontinuier-
lich alle Serveraktivitäten dokumentiert werden. Diese serverbasierte Protokollaufzeichnung 
(server logging) wird von allen gängigen Webserver-Produkten unterstützt. Für die Nutzen-
bewertung von Webservern stellen diese Protokolldaten eine wesentliche Datenquelle dar, da 
sämtliche Zugriffe von Benutzern auf den Webserver chronologisch vollständig dokumentiert 
werden. Beobachtbar sind aus Sicht des Betreibers eines Webservers nicht nur die Anzahl der 
Besuche, vielmehr kann auch festgestellt werden, wann welcher Client-Rechner welche Seiten 
des Web-Angebotes aufgesucht hat, welcher Browser verwendet wurde, in welcher Reihen-
folge die Web-Seiten abgerufen wurden oder von welcher anderen Web-Präsenz der Besucher 
kam.2 
Für die Aufzeichnung von Protokolldateien wird i. d. R. das vom W3C normierte Common 
Log File Format (CLF-Format) eingesetzt. Ein CLF-Eintrag in der Protokolldatei steht für 
einen Zugriff eines Besuchers und besitzt die folgenden Attribute:3 
remotehost rfc931 authuser [date] „request“ status bytes
                                                 
1  Bei dem HTTP-Protokoll handelt es sich um ein verbindungsloses Protokoll zur Übertragung verknüpfter 
Daten im Internet. Vgl. Berners-Lee, T. et al. (1994), S. 78. Zum aktuellen Entwicklungsstand vgl.  
http://www.w3.org/Protocols/. 
2  Diese zusätzlichen Daten werden nur aufgezeichnet, wenn der Webserver entsprechend konfiguriert wurde. 
Es kann ein Fehlerprotokoll erzeugt werden, in dem Systemfehler festgehalten werden. In einem Agentenpro-
tokoll wird der vom Client genutzte WWW-Browser dokumentiert. Einige Server verfügen auch über ein Re-
ferenten-Protokoll, in dem die WWW-Adresse festgehalten wird, die der Besucher vor dem Zugriff auf den 
WWW-Server abgerufen hat. Vgl. hierzu Wu, K.-L. et al. (1998), S. 92. 
3  Vgl. Luotonen, A. (1995). 
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Die Attribute besitzen die folgenden Bedeutung: 
 
Attribut Beschreibung 
remotehost  Hostname des zugreifenden Rechners1 
rfc931  Benutzerkennung des Clients nach RFC9312 
authuser  Benutzerkennung des Clients nach HTTP-Authentifizierung3 
[date]  Datum und Uhrzeit des Zugriffs 
„request“  HTTP-Anforderungskennung mit Ressourcenbezeichnung 
status  HTTP Status  
bytes  Länge des übertragenen Dokuments in Bytes 
Abb. 1: Attribute des CLF-Formates. 
Ein Auszug aus einer typischen Protokolldatei kann dabei wie folgt aussehen: 
 
pcwi184.uni-muenster.de - - [17/Jun/1998:16:10:00 +0200] „GET /inhalt.html HTTP/1.0“ 200 3462
pcwi184.uni-muenster.de - - [17/Jun/1998:16:10:07 +0200] „GET /verzeichnis.gif HTTP/1.0“ 200
1092
pcwi123.uni-muenster.de - - [17/Jun/1998:16:10:11 +0200] „GET /seminar.html HTTP/1.0“ 200
18588
pcwi012.uni-muenster.de - - [17/Jun/1998:16:10:11 +0200] „GET /bild1.gif HTTP/1.0“ 200 11138
pcwi012.uni-muenster.de - - [17/Jun/1998:16:11:10 +0200] „GET /lkr.html HTTP/1.0“ 200 1779
pcwi184.uni-muenster.de - - [17/Jun/1998:16:11:11 +0200] „GET /bild2.jpg HTTP/1.0“ 200 39869
pcwi184.uni-muenster.de - - [17/Jun/1998:16:11:11 +0200] „GET /aufgabe1.html HTTP/1.0“ 200
12424
pcwi184.uni-muenster.de - - [17/Jun/1998:16:12:30 +0200] „GET /aufgabe2.html HTTP/1.0“ 200
15766
Abb. 2: Beispiel einer typischen Webserver-Protokolldatei (Auszug) 
Nicht sämtliche Einträge der Protokolldatei sind für den Web-Log-Mining-Prozeß relevant. 
Enthält eine Web-Seite beispielsweise grafische Elemente, so wird sowohl für die HTML-
Seite als auch für jedes Element dieser Seite ein Eintrag in die Protokolldatei geschrieben. 
Anhand der Dateiendungen (z. B. JPG, GIF) sind diese redundanten Einträge identifizierbar 
und in Abhängigkeit vom Auswertungsziel ggf. zu eliminieren. Gleiches gilt für fehlerhafte 
Operationen. Da selbst die bereinigte Protokolldatei sehr umfangreich sein kann, ist zur Aus-
wertung die Anwendung bestimmter Methoden des Web Log Mining notwendig. 
                                                 
1  Wenn kein Domänen-Name über den Domain Name System (DNS) verfügbar ist, erscheint statt dessen die 
IP-Adresse (32 Bit) des Client in der Protokolldatei. Zum DNS vgl. Tanenbaum, A. S. (1996), S. 622 ff. 
2  RFC steht für Request for Comments. Die entsprechenden Dokumente sind im Internet frei verfügbar. Vgl. 
RFC 931. 
3  Dieses Attribut besitzt nur dann einen Wert, wenn ein verschlüsseltes HTML-Dokument aufgerufen wird. 
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Zur Auswertung sind personalisierte Daten vorteilhaft. Zwar sieht das CLF-Format die Spei-
cherung der Benutzerkennung vor, doch wird hierfür auf der Client-Seite ein besonderer Iden-
tifikationsdienst benötigt.1 Die Verfügbarkeit dieses Dienstes ist in praxi der Ausnahmefall, 
da dieser mit erheblichen Leistungseinbußen einhergeht. Dies führt dazu, daß zur Identifikati-
on eines Anwenders lediglich dessen InternetProtocol-Adresse bzw. der DomainNameServer-
Eintrag (wie z. B. pcwi012.uni-muenster.de) herangezogen werden kann.  
Eine bestimmte IP-Adresse muß nicht zwingend einer bestimmten Person zuzuordnen sein, da 
ein Rechner von mehreren Personen genutzt werden kann (z. B. im PC-Pool). Denkbar und 
problematisch für eine Auswertung ist auch, wenn demselben Rechner in verschiedenen Sit-
zungen verschiedene IP-Adressen zugeordnet werden (z. B. beim DHCP-Verfahren) oder 
wenn mehrere Clients einen Proxy-Server2 benutzen. 
Dieser Umstand führt dazu, daß die reale Anzahl der zugreifenden Clients verschleiert wird 
und nur schwer zu schätzen ist. Zur Linderung dieses Problems werden häufig technische Me-
chanismen integriert (z. B. Java-Applets oder CGI-Skripte), die zusätzliche Daten über die 
Web-Nutzung sammeln. Häufig werden dem Client-System auch Cookies3 überreicht (vgl. 
Abb. 3). Ein Cookie ist ein Datenpaket, dessen Inhalt vom Webserver festgelegt wird, per 
HTTP-Header an den Browser gesendet wird und auf der lokalen Festplatte des Besuchers 
gespeichert wird. Bei anschließenden Sitzungen kann dieser Cookie vom WWW-Server zur 
Identifikation des Client von der Festplatte gelesen werden. Selbst wenn der Client seine IP-
Adresse in späteren Sitzungen ändert, kann über den Cookie eine eindeutige Zuordnung ge-
währleistet werden. Der Einsatz von Cookies als Instrument der Datengewinnung ist jedoch 
umstritten. So kann der Cookie-Mechanismus durch Konfiguration des WWW-Browser deak-
tiviert werden und besitzt daher eingeschränktes Anwendungspotential. Außerdem verwenden 
WWW-Browser spezifische Mechanismen zum Speichern von Cookies. Dies führt dazu, daß 
die Verfügbarkeit eines gespeicherten Cookies vom Typ des verwendeten Browsers abhängt. 
Darüber hinaus stehen dem Einsatz von Cookies rechtliche Schranken entgegen.4 
# Netscape HTTP Cookie File
.altavista.com TRUE /FALSE 946641600AV_UIDd8f72f7edde0cd
www-wi.uni-muenster.de/aw TRUE/FALSE 2137622400CFTOKEN 49093238
www.sz-do.midat.de FALSE/FALSE2137622400CFTOKEN 49093238
Abb. 3: Cookie-Datei 
                                                 
1  Dabei handelt es sich um den identd-Identifikationsdienst. Vgl. RFC 931, RFC 1413. 
2  Ein Proxy-Server ist ein vermittelnder WWW-Server, der HTTP-Anforderungen für Clients durchführt. Da-
bei erscheint in der Protokolldatei die IP-Adresse des Proxy, d. h. verschiedene Clients erscheinen aus Sicht 
des WWW-Server als ein Besucher. Proxy-Server werden zu Sicherheitszwecken (als sog. Firewall) oder zu 
Anonymisierungszwecken eingesetzt. 
3  Vgl. Hobday, J. et al. (1997), S. 107-110. 
4  Eine Diskussion des rechtlichen Problemkreises von Cookies liefern Bizer, J. (1998), S. 277-281 und darauf 
aufbauend Hoeren, T. (1998), S. 455 f. Vgl. auch Mayer-Schönberger, V. (1998), S. 167 f. 
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3 Prozeß des Web Log Mining  
Die beschriebene Protokolldatei stellt die wichtigste quantitative Datenbasis des Auswer-
tungsprozesses dar, der die Ableitung komplexer Aussagen über das Benutzerverhalten er-
möglichen soll. Hierzu sind auf die Datenbasis Verfahren anzuwenden, die nach potentiell 
interessanten Mustern suchen und diese dem Anwender präsentieren. Dieses Konzept wird im 
Kontext der Analyse von Server-Protokolldateien als Web Log Mining bezeichnet. Die Akti-
vitäten, die für die Durchführung des Web Log Mining erforderlich sind, werden hier in einem 
































Abb. 4: Der Web-Log-Mining-Prozeß 
Neben der Erstellung einer bereinigten Protokolldatei und deren Überführung in eine Daten-
bank (Phase 1a) können ggf. auch weitere Daten in den integrierten Datenpool übernommen 
werden. Eine Quelle für derartige Nutzungsdaten sind z. B. Registrierungsformulare, die der 
Anwender ausfüllt, um einen Zugriff auf bestimmte Bereiche der Web-Präsenz zu erhalten. In 
diesem Fall wird der Anwender explizit dazu aufgefordert, sich zu identifizieren (z. B. mit 
seiner E-Mail-Adresse oder Postanschrift). Diese personalisierten Daten stellen für das Web 
Log Mining eine wichtige Informationsquelle dar, da in Verbindung mit den Protokolldaten 
ein scharfes Nutzerprofil erstellt werden kann. Sofern sonstige Daten (z. B. Nutzerregistrie-
rungsdaten) generiert werden, sind diese zu bereinigen, wobei fehlende Werte ergänzt (mis-
sing values) und redundante und falsche Daten (z. B. Ausreißer) eliminiert werden (Phase 1b). 
Die bereinigten Daten sind anschließend zu einem integrierten Datenpool zu verdichten, der 
als Basis für die weitere Analyse verwendet wird (Phase 2).  
Im nächsten Schritt sind die analyserelevanten Daten des Datenpools vom Anwender zu selek-
tieren und zu Transaktionen zusammenzufassen (Phase 3). Die Ableitung von Transaktionen 
ist erforderlich, da der Gegenstand des Web Log Mining in der Analyse des Nutzungsverhal-
                                                 
1  Das Modell ist in Analogie zum übergreifenden Modell des Data Mining aufgebaut, das durch eine 
Prozeßorientierung gekennzeichnet ist. 
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tens einzelner Anwender besteht. Eine Transaktion umfaßt dabei alle Interaktionen eines Be-
suchers mit der Web-Präsenz, die sich in einem zeitlichen Zusammenhang befinden. In Ana-
logie zur Realwelt bildet eine Transaktion das virtuelle Äquivalent eines Kundenbesuchs ab. 
Auf der technischen Ebene erweist sich die Ableitung von Transaktionen als problematisch, 
da das HTTP-Protokoll keine Anmeldekennungen übermittelt.1 Als technisches Hilfsmittel 
kann neben dem beschriebenen Cookie-Mechanismus auch die Ableitung von Transaktionen 
nach dem Konzept der zeitlichen Nähe erfolgen. Eine Transaktion beinhaltet demnach alle 
Elementaroperationen, die eine hinreichende zeitliche Nähe zueinander aufweisen und somit 
als logische Einheit zu betrachten ist. Das Kriterium der zeitlichen Nähe zweier Elementar-
operationen ist dann erfüllt, wenn ihre zeitliche Distanz ∆t einen benutzerdefinierten Wert tkrit 
nicht überschreitet. Aus dem dargestellten Auszug der Protokolldatei (Abb. 2) können bei 
hinreichend großem tkrit beispielsweise die folgenden Transaktionen (TID) abgeleitet wer-
den:2 
 
TID Bereinigte Protokolloperationen 
1 
pcwi184.uni-muenster.de - - [17/Jun/1998:16:10:00 +0200] „GET /inhalt.html
pcwi184.uni-muenster.de - - [17/Jun/1998:16:11:11 +0200] „GET /aufgabe1.html
pcwi184.uni-muenster.de - - [17/Jun/1998:16:12:30 +0200] „GET /aufgabe2.html
2 pcwi123.uni-muenster.de - - [17/Jun/1998:16:10:11 +0200] „GET /seminar.html
3 pcwi012.uni-muenster.de - - [17/Jun/1998:16:11:10 +0200] „GET /lkr.html
Abb. 5: Beispielhafte Transaktionsableitung 
In der Phase 4 des Web-Log-Mining-Prozesses werden adäquate Methoden auf die Transakti-
onen angewendet, um (potentiell) interessante Muster zu entdecken. Ein Verfahren, das sich 
für die Anwendung auf Transaktionsdatenbanken eignet, ist die Assoziationsanalyse.3 Dieses 
Verfahren identifiziert signifikante partielle Abhängigkeiten zwischen Attributen und faßt 
diese zu Assoziationsregeln der Form A ⇒ B c;s zusammen. Die Güte der Regel wird durch 
die Konfidenz (c) und die Signifikanz (s) ausgedrückt. Eine typische Assoziationsregel im 
Kontext des Web Log Mining lautet beispielsweise: 
                                                 
1  Eine Erweiterung des HTTP-Protokolls zur Identifikation von Sitzungen wurde bereits im Jahr 1996 vom 
W3C propagiert. Eine Implementierung dieses Mechanismus liegt z. Z. jedoch nicht vor. Vgl. Hallam-Baker, 
P.M., Connolly, D. (1996). 
2  Kommen die HTTP-Anfragen von einem Proxy-Server, so sind weitere Kriterien zur Transaktionsableitung 
heranzuziehen. So kann die Browseridentifikation aus der entsprechenden Protokolldatei (Agents-Log) ausge-
lesen und verwendet werden, um die Benutzer, die sich hinter einem Proxy-Server befinden, zu differenzie-
ren. Vgl. Wu, K.-L. et al. (1998), S. 92-93. 
3  Vgl. Fayyad, U.M. et al. (1996 b), S. 32. 
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{/Dokument1.html } ⇒ {/Dokument2.html}c=0,6; s=0,01 
Die Konfidenz c sagt in diesem Kontext aus, welcher Anteil c der Transaktionen, die A ent-
halten, auch B enthalten. Die Signifikanz s gibt den Anteil der Transaktionen, die A und B 
enthalten, in bezug auf sämtliche Transaktionen der Datenbank an. 
Diese Regel sagt aus, daß 60 % aller Besucher, die die Seite /Dokument1.html aufrufen, auch 
die Seite /Dokument2.html besuchen. Diese Regel kann in 1 % aller Transaktionen nachge-
wiesen werden. Assoziationsanalysen eignen sich, um diejenigen Seiten der Web-Präsenz zu 
identifizieren, die am häufigsten gemeinsam aufgerufen werden. Jedoch kann keine Aussage 
über die Reihenfolge der Aufrufe getroffen werden. 
Steht die Analyse der Navigationspfade (Traversierungspfade) der Benutzer im Vordergrund, 
so ist das Verfahren der Pfadanalyse anzuwenden, mit der auf Basis auf Basis der abgeleiteten 
Transaktionen die am häufigsten verwendeten Navigationspfade identifiziert werden können. 
Zu diesem Zweck wird für jede Transaktion die Menge der Teilpfade ermittelt, auf denen 
Web-Seiten erstmalig referenziert werden.1 In der folgenden Abbildung wird eine Transaktion 














Abb. 6: Darstellung des Navigationspfades (Beispiel) 
In der dargestellten Transaktion besucht ein Nutzer die Informationsangebote {/, /dokumente, 
/dokument1, /dokument2, /download}. Aus den Transaktionsdaten werden diejenigen Teilpfa-
de ermittelt, auf denen neue Seiten abgerufen werden. Diese Teilpfade sind für das dargestell-
te Beispiel die folgenden Knoten: {/ , /dokumente, /dokument1}, {/, /dokumente, /doku-
ment2} und {/, /download}. Wird dieser Prozeß für sämtliche Transaktionen durchgeführt, 
können diejenigen Teilpfade ermittelt werden, die am häufigsten besucht werden. 
                                                 
1  Vgl. Wu, K.-L. et al. (1998), S. 95; Chen, M.-S. et al. (1998), S. 2 ff. 
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Sowohl die Assoziationsanalyse als auch die Pfadanalyse betrachten die Abhängigkeiten zwi-
schen den Attributen lediglich auf Transaktionsebene. Für das Web Log Mining sind jedoch 
auch Aussagen interessant, die sich auf sämtliche Transaktionen eines Kunden beziehen und 
zeitliche Abhängigkeiten aufdecken.1 So kann eine relevante Fragestellung lauten, wie viele 
Kontakte eines Kunden mit einer Web-Präsenz erforderlich sind, bevor eine On-line-Aktion 
getätigt wird. Mit der Sequenzanalyse ist es möglich, die zeitliche Abfolge der Transaktionen 
zu berücksichtigen, so daß Aussagen der Art „10 % der Nutzer, die die Seite /dokument1.html 
nachfragen, rufen innerhalb von 15 Tagen auch die Seite /dokument2.html ab“ abgeleitet wer-
den können.  
Die Identifikationsmöglichkeit des Benutzers auf Transaktionsebene ist als zentrale Voraus-
setzung für die Durchführung von Sequenzanalysen anzusehen. Da aus Leistungs- und Si-
cherheitsgründen viele Internetzugänge mit Proxy- und Firewall-Servern ausgestattet sind, ist 
die Benutzeridentifikation problematisch. Selbst wenn die IP- bzw. DNS-Adresse des Benut-
zers protokolliert wird, ist dies keine Garantie dafür, daß auch wirklich derselbe Benutzer den 
Client bedient hat. Für sequenzanalytische Fragestellungen bietet sich daher der Einsatz flan-
kierender technischer Maßnahmen (z. B. Registrierungsformulare) an, um die Authentisierung 
des Benutzers zu erzwingen. Um die Evaluation der Analyseergebnisse durch den Anwender 
zu ermöglichen, sind diese in der letzten Phase des Web-Log-Mining-Prozesses zu visualisie-
ren (Phase 5).  
4 Software zur Unterstützung der Weblog-Analyse 
Für die Analyse von Protokolldateien existieren mittlerweile vielfältige Softwareprodukte, die 
die Prozesse der Weblog-Analyse unterstützen und zur Ermittlung von nutzungsorientierten 
Kennzahlen herangezogen werden können.2 Diese Werkzeuge legen dabei den Schwerpunkt 
auf die Analyse der faktischen Seiten-Kontakte, die mit einem Webserver erzielt werden. Wie 
bereits dargelegt worden ist, gehören zu den ermittelbaren Kennzahlen beispielsweise 
• die Anzahl der Sichtkontakte mit bestimmten Web-Seiten (Page Impressions), 
• die durchschnittliche Verweildauer auf bestimmten Web-Seiten (View Time), 
• die Anzahl der Besuche einer Web-Präsenz (Visits), 
• die Anzahl der verschiedenen Besucher (Visitors) und 
• die Anzahl der abgerufenen Seiten und sonstigen Objekte (Requests). 
                                                 
1  Im Zuge dieser Fragestellung sind intertransaktionale Muster zu generieren, während bei der Assoziations- 
und Pfadanalyse lediglich intratransaktionale Muster gefunden werden können. 
2  Ein Überblick über derzeit angebotene Produkte findet sich im Anhang. 
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Die Begriffe Visits, Visitors und Requests sollen im folgenden genauer eingegrenzt werden, 
da auf sie bei der Beschreibung der Auswertungsergebnisse zurückgegriffen wird. 
Ein Besucher (visitor) ist repräsentiert durch eine eindeutige IP-Adresse. Diese IP-Adresse 
wird während des Besuchs vom Client an den Webserver übermittelt und ggf. über Cookies 
validiert.1 Ein Request (Anforderung) liegt vor, wenn ein Webserver von einem Client 
aufgefordert wird, eine Seite oder ein anderes Objekt zu übermitteln. Dabei ist zu beachten, 
das der Aufruf einer Seite meist zum automatischen Aufruf der auf dieser Seite benötigten 
Grafiken führt. Die einmalige Anforderung durch den Client (hit) führt also zu mehreren 
requests. Insofern ist die Anzahl der requests nur bedingt für die Abschätzung der Popularität 
einer Web-Präsenz heranzuziehen. Als besser geeignet erscheint die um Grafikanforderungen 
bereinigte Anzahl der requests der html-Seiten oder die Anzahl der Besuche. Ein Besuch 
(Visit) ist definiert als eine Ansammlung von Anforderungen durch einen Besucher während 
seiner Besuchszeit. Beispielsweise könnte der Client mit dem Cookie 2137622400 
insgesamt 10 HTML-Seiten aufgerufen haben, die ihrerseits 20 Grafiken nachladen. Wenn 
innerhalb einer definierten Zeitspanne (z. B. 5 min) keine weitere Anforderung von diesem 
Besucher eingehen, dann gilt der Besuch als beendet, so daß diese 30 Anforderungen den 
Besuch repräsentieren. Wenn der über den Cookie bzw. die IP-Adresse zu identifizierende 
Besucher die Web-Präsenz später nochmals besucht, so wird ein neuer Besuch registriert. Die 
Anzahl der Visits ist somit meist höher als die Anzahl der Visitors, da ein Besucher die Web-
Präsenz regelmäßig mehrmals besucht. 
Die für die Auswertung der Log-Informationen vorhandenen Software-Produkte sind in ihrer 
Funktionalität weitgehend identisch. Sie soll exemplarisch am Produkt Hitlist2 dargestellt 
werden.  
Die Analyse wird vereinfacht in drei Schritten durchgeführt: der Überführung des Logfiles in 
eine Datenbank, der Report-Definition und der Analyse der Datenbank anhand der Reportkri-
terien. Im ersten Schritt wird das komplette Log-File in eine auf einem relationalen Datenmo-
dell basierende Datenbank überführt, die die Basis für alle weitere Auswertungen darstellt. 
Dieser Vorgang wird automatisch durch das Log-Analyse-Programm durchgeführt und ist 
äußerst rechen- und zeitintensiv.3  
Im zweiten Schritt wird im Log-Analyse-Programm ein Report definiert, der den Umfang der 
Auswertung der generierten Datenbank bestimmt. Hitlist bietet vordefinierte Reports, wie 
                                                 
1  Zur Problematik der Besucheridentifikation vgl. Abschnitt 2. 
2  Vgl. im WWW: http://www.marketwave.com 
3  Vor der Analyse ist es deshalb ratsam, das Logfile um irrelevante Pfade zu bereinigen. Aus dem Logfile des 
Instituts, das für den angegebenen Monat 1 Gigabyte an ASCII-Text umfaßt, wurden deshalb zunächst mittels 
eines DOS-Batches diejenigen Pfade eliminiert, die auf andere Lehrstühle verweisen. Das resultierende Logfi-
le umfaßt 341 MB. Die generierte Datenbank umfaßt aufgrund der Relationalität nur noch 160 MB. 
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z. B. die technische Analyse, den Marketing Report oder den Wochenüberblick. Darüber hin-
aus ist die Definition eigener Reports möglich. Im dritten Schritt wird das Log-Analyse-Pro-
gramm angewiesen, den Report zu erstellen.  
Abb. 7 zeigt einen Ausschnitt aus der Planung eines Reports. Nachdem im Hauptfenster die 
reportübergreifenden Parameter bestimmt wurden, kann ein Reporttyp ausgewählt werden. 
Jeder Reporttyp enthält Auswertungsschwerpunkte, die nachträglich angepaßt werden können. 
Im hier dokumentierten Fall wurde der Reporttyp Marketing gewählt, der standardmäßig eine 
Auswertung zu den am meisten nachgefragten Seiten und den häufigsten Besuchern enthält, 
und mittels des Fensters Toolbox derart angepaßt wurde, daß auch technische Angaben (z. B. 
zum verwendeten Browser) ermittelt werden. Im Fenster Design können spezifische Angaben 
zur Logdatei-Quelle, zur verwendeten Datenbank und zu Filtern angegeben werden. Die ab-
gebildete Report-Konfiguration filtert Grafik-, Audio- und Videodateien sowie bestimmte 
Nutzer aus der Analyse aus. 
 
Abb. 7: Report-Definition 
Nach der Konfiguration des Reports kann die Analyse gestartet werden. Das Ergebnis wird in 
einer Text- oder HTML-Seite gespeichert. Im folgenden werden die Reports der Weblog-
Analyse zum cHL-Bereich dargestellt und interpretiert. 
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5 cHL-Weblog-Analyse 
5.1 Überblick 
Zur Weblog-Analyse der Internet-Präsenz des Lehrstuhls für Wirtschaftsinformatik und Cont-
rolling1 wurde die beschriebene Software Hitlist von Marketwave genutzt. Ziel der Auswer-
tung war es, Informationen über die Herkunft der Besucher, die Besuchszeiten, die aufgerufe-
nen Seiten und weitere technische Details über die Nutzung der Web-Präsenz zu erfahren. Als 
Zeitintervall der Auswertung wurde das vierte Fünftel der Vorlesungszeit2 gewählt, da inner-
halb dieses Zeitraums ein normaler Vorlesungsbetrieb herrscht, die Einarbeitungs- bzw. Ak-
zeptanzphase der Internet-Nutzung als abgeschlossen gilt und die Phase der intensiven Klau-
surenvorbereitung als noch nicht begonnen angesehen werden kann. 
Zunächst wurde ein Überblick generiert. Wenn als maximales Zeitintervall zwischen zwei 
Seitenaufrufen eines Besuchers eine Spanne von 5 min angenommen wird, so ergeben sich für 
den genannten Zeitraum folgende Kennzahlen. 2.700 Besucher besuchten die Web-Präsenz 
12.000 mal, haben dabei 88.000 Seiten aufgerufen, wobei 350.000 Objekte (z. B. Grafiken 
oder Archivdateien) von diesen Seiten nachgeladen wurden. Diese Aufrufe führten insgesamt 
zu einem transferierten Datenvolumen (Traffic) von 650 MB. Täglich konnten durchschnitt-
lich 380 Besuche verzeichnet werden, die durchschnittlich 2 min dauerten und bei denen 7 
weitere Seiten aufgerufen wurden. Pro Seite verweilte der Besucher durchschnittlich 18 sec. 
In 3.500 Fällen wurde nur eine einzelne Seite aufgerufen.3  
Abb. 8 zeigt einen Überblick über die Anfragen pro Tag. Deutlich wird, daß sich die Anfragen 
im Zeitablauf ungleichmäßig verteilen. Eine Betrachtung der Wochentage zeigt, daß an Sonn-
tagen die Anzahl der Abrufe durchgängig niedriger ist als an anderen Tagen der zugehörigen 
Woche. Das Maximum an Abrufen ist jeweils an Freitagen zu verzeichnen.  
                                                 
1  Die analysierte Web-Präsenz findet sich unter http://www-wi.uni-muenster.de/aw 
2  Im Beispiel ist dies der Zeitraum vom 15.01.99 bis zum 15.02.99. 
3  Die komplette Auswertung einschließlich aller Tabellen und Abbildungen ist im WWW abrufbar unter:  
http://www.wi.uni-muenster.de/aw/logs/ 
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Abb. 8: Anfragen pro Tag  
Abb. 9 zeigt die Verteilung der Anforderungen auf Tageszeiten. Demnach sind die wenigsten 
Besuche zwischen 2 und 6 Uhr morgens zu verzeichnen. Von 6 bis 10 Uhr steigt die Nutzung 
kontinuierlich auf durchschnittlich 4.700 Abfragen pro Stunde. Diese Kennzahl wird erst ge-
gen 21 Uhr überschritten und erreicht gegen 22 Uhr mit 6.500 Abfragen ihr Maximum.  
 
Abb. 9: Anfragen pro Stunde  
Die Art der angeforderten Objekte zeigt Abb. 10, aus der hervorgeht, daß ein Großteil der 
Objekte HTML-Seiten darstellen. Die Anforderung von Java oder VisualBasic-Skripten ist 
vernachlässigbar gering. Der Anteil von FTP-Downloads ist ebenfalls klein, da der Download 
aus den Vorlesungsarchiven als HTML- bzw. ColdFusion Seite realisiert wurde. Der Anteil 
des Aufrufs von ColdFusion-Seiten, der bei den „Application“ ablesbar ist, beträgt ca. 40 % 
und entspricht somit dem Anteil von dynamischen zu statischen Seiten der Web-Präsenz des 
Lehrstuhls.1 
                                                 
1  Vgl. Bieletzke, S. (1999). 
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Abb. 10: Anfragen nach Typ 
5.2 Besucherinformationen 
Aus dem Auswertungsbereich der Besucherinformation lassen sich folgende Informationen 
gewinnen. Zunächst ist aus Abb. 11 bzw. Abb. 12 ablesbar, daß die Besucher überwiegend die 
aktuellen Versionen der Browser von Netscape und Microsoft benutzen. Knapp 10 % der Be-
sucher nutzen aber auch noch ältere Browser der Version 3.x. Da die Webpräsenz keine Kon-
strukte verwendet, die unter diesen Browsern nicht verfügbar wären, unterliegen die Nutzer 
dieser Browser keinen Einschränkungen. 
 
Abb. 11: Aufteilung der Anforderungen nach verwendeten Browsern 
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Abb. 12: Anteil der Browser 
Zur ausführlichen Analyse der verwendeten Browser stellt das Weblog-Programm eine Kreuz-
tabelle zur Verfügung, die die verwendeten Browser mit den an den Client übermittelten Feh-
lermeldungen kombiniert. Sie zeigt, daß eine vernachlässigbare Anzahl von Browsern noch 
der Version 1.x zuzuordnen ist und diesen Clients eine Fehlermeldung anzeigt. Dies ist darin 
begründet, daß diese Browser nicht die in der Web-Präsenz verwendeten Frame-Strukturen 
unterstützen. Zur Umgehung der Fehlermeldung wurde ein Hinweis in die Startseite der Web-
Präsenz eingefügt, die diese Nutzer darauf hinweist, daß sie einen neueren Browser zur An-
sicht der Seiten benötigen. 
Weitere Meldungen (HTTP-Status-Code) sind in Abb. 13 zusammengestellt worden. Die 
Meldungen 200 und 302 bzw. 304 deuten auf eine weitgehend fehlerfreie Übertragung und 
Darstellung der Seite hin. Die Meldung 404 deutet an, daß der Client eine Seite angefordert 
hat, die nicht vorhanden ist. Die Feinanalyse der 404-Meldung zeigte, daß dieser Fehler nicht 
auf einen falschen Verweis innerhalb der Seiten, sondern auf die falsche Eingabe der Nutzer 
zurückzuführen war. Eine Reihe von Nutzern versuchte, den nicht existierenden Pfad www-
wi.uni-muenster.de/aw/lkr aufzurufen. Hier konnte durch die nachträgliche Erstellung dieses 
Verzeichnisses und die Einstellung einer Seite, die auf das korrekte Verzeichnis verweist, 
gewährleistet werden, daß die Nutzer in Zukunft trotz falscher Eingabe der Adresse zur richti-
gen Seite weitergeleitet werden. 
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Abb. 13: Statusmeldungen 
Die vom Client verwendeten Betriebssysteme sind in Abb. 14 dargestellt. Der Großteil der 
Nutzer arbeitet mit Win95 oder WIN NT. Ein Zehntel arbeitet noch mit dem Betriebssystem 
DOS und der Oberfläche Win3.x. Vernachlässigbar klein ist die Gruppe der UNIX-, OS/2- 
und Mac-Rechner, die zusammen nur 2 % ausmachen. Die verwendeten Betriebssysteme las-
sen auch auf die verwendete Anwendungssoftware und die für das Dateiarchiv zu verwenden-
den Dateiformate schließen. Aufgrund der offensichtlichen Heterogenität der Anwendungs-
programme stellt sich die Nutzung des systemübergreifenden Portable Document Format 
(PDF) in den Archiven als vorteilhaft dar.  
 
Abb. 14: Verwendete Betriebssysteme 
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Die in Abb. 15 dargestellten ersten Einträge der 250 Zeilen umfassenden Tabelle, die die Her-
kunft der Besucher anhand der Domain aufzeigt, verdeutlicht, daß die meisten Besuche aus 
dem Universitätsnetz der Universität Münster stammen. An zweiter Stelle stehen die Einwähl-
verbindungen durch die von der Universität zur Verfügung gestellten Modemeinrichtungen 
(RAS). An dritter Stelle folgen Abrufe, die dem Service Provider AOL zuzuordnen sind.  
 
Abb. 15: Domänen der Nutzer 
Der Ausschnitt aus der 80 Zeilen umfassenden Tabelle in Abb. 16 zeigt, von welcher Seite die 
Nutzer zum Lehrstuhl gelangt sind. Der Großteil greift über die allgemeinen Seiten der Wirt-
schaftsinformatik auf die Seiten des Lehrstuhls zu. An zweiter Stelle stehen Nutzer, die über 
Links auf den Seiten der wirtschaftswissenschaftlichen Fakultät oder der Universitätsleitseite 
zu den Seiten der Lehrstuhlpräsenz navigieren. Eine nicht zu vernachlässigende Zahl findet 
die Seiten über die Suchmaschinen ALTAVISTA und YAHOO, bei denen das Lehrstuhlange-
bot mit zahlreichen Schlagworten angemeldet wurde. Einige der Nutzer sind auch einem 
Verweis aus dem Stadtinformationssystem Münster (www.muenster.de) bzw. dem Webange-
bot der Zeitschrift WISU gefolgt, auf dem die Lehrstuhlseiten in der Rubrik „Ausgezeichnete 
Web-Sites“ aufgenommen worden sind. 
 
Abb. 16: Verweise über Links 
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5.3 Pfadinformation 
Die Möglichkeiten der Pfadanalyse sind im verwendeten Log-Analyse-Programm sehr vielfäl-
tig. So konnte herausgefunden werden, daß 3/5 aller Besucher zielstrebig nach der Einstiegs-
seite die Seite mit den Lehrveranstaltungen aufruft, um dort zu einer für den Nutzer relevanten 
Vorlesung zu verzweigen. Auf den Vorlesungsseiten wird meist zunächst das Dateienarchiv 
auf neue Inhalte überprüft, anschließend navigiert ein Großteil der Nutzer in das relevante 
Diskussionsforum.  
Im folgenden sollen nur einfache Pfadinformationen dargestellt werden. In Abb. 17 sind die 
häufigsten Einstiegsseiten dargestellt. Außer dem Einstieg über die definierte Startseite des 
Lehrstuhls (index.htm) gibt es Nutzer, die direkt zu bestimmten Angeboten springen. Einige 
Nutzer betreten das Lehrstuhlangebot direkt über den Bereich Lehre oder über einzelne Vorle-
sungen. Da bei diesen Einstiegsseiten keine lehrstuhlübergreifende Navigationsstruktur ange-
boten wird, ist davon auszugehen, daß diese Nutzer den Rest des Angebotes nicht beachten. 
Die Feinanalyse der Pfade bestätigte diese Annahme. Um auch dieser Minderheit der Nutzer 
das restliche Lehrstuhlangebot leicht zugänglich zu machen, ist geplant, die Seiten zur Lehre 
derart zu ergänzen, daß beim direkten Aufruf der Seite die Navigationsstruktur des Lehrstuhl 
nachgezogen und dargestellt wird.1 
 
Abb. 17: Einstiegsseiten 
                                                 
1  Über Java-Skript kann geprüft werden, ob das Navigationsfenster vorhanden ist. Wenn dies nicht der Fall ist, 
so kann die benötigte Navigationsstruktur nachträglich geladen werden. Die Hilfsmittel zur Navigation sind 
somit auch bei einem Quereinstieg in die Web-Präsenz verfügbar. 
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Auch bei der in Abb. 18 dargestellten Tabelle der am häufigsten benutzten Seiten wird die 
Bedeutung der Kommunikationsmöglichkeiten für Studierende im Bereich Lehre deutlich. 
Sowohl der Chatraum als auch insbesondere das Diskussionsforum zur Thematik „Produkti-
on“ und dessen zugehörigen Seiten werden stark genutzt. Das Archiv, das mit der Zurverfü-
gungstellung vorlesungsbegleitender Materialien die logistische Komponente der Vorlesungs-
unterstützung darstellt, wird ebenfalls sehr häufig aufgerufen. 
 
Abb. 18: Häufigst benutzte Seiten 
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6 Zusammenfassung 
Die Möglichkeiten der Auswertung von Nutzungsverhalten werden gleichzeitig unter- und 
überschätzt. Einerseits wird befürchtet, daß durch den Einsatz von Cookies der gläserne Inter-
net-Nutzer entsteht. Tatsächlich sind Cookies nur ein einfaches Instrument zur Identifikation 
von Clients – und nicht etwa von Personen. Andererseits können auch anonyme Nutzungsda-
ten konkrete Aufschlüsse über die Stärken und Schwächen einer Web-Präsenz bringen. Ver-
wendete Browser und Betriebssysteme, Anzahl und Verweildauer der Besuche, Fehlermel-
dungen, Einstiegsseiten und verfolgte Verweise zur Web-Präsenz bzw. innerhalb der Web-
Präsenz können ermittelt und zur Anpassung der Web-Präsenz genutzt werden. Aufgrund der 
Fülle der von Webservern protokollierten Daten sind diese zu selektieren, zu extrahieren und 
in geeignete Datenformate zu transformieren, so daß die Anwendung adäquater Algorithmen 
zur Mustererkennung ermöglicht wird. Hierzu stehen mehrerer Softwareprodukte zur Verfü-
gung. 
Tatsächlich führen aber viele Anbieter von Web-Präsenzen kein Controlling der Präsenz 
durch und leiten den Erfolg nur aus der Anzahl der eingehenden E-Mail ab. Somit bleibt die 
Frage der Wirtschaftlichkeit der Web-Präsenz weitgehend offen. 
Die Weblog-Analyse der cHL-Webpräsenz zeigte, daß durch die ermittelbaren Informationen 
nicht nur der Erfolg nachweisbar wurde, sondern daß gleichzeitig durch eine konsequente A-
nalyse der Pfade eine Verbesserung der Navigation erreicht werden konnte. Im einem nächs-
ten Schritt könnten auf der Grundlage der quantitativen Log-Analyse die Nutzer mittels web-
basierter Fragebögen zu ihren Einstellungen befragt werden, so daß eine erweiterte Datenbasis 
zur Auswertung genutzt werden könnte. Denkbar ist auch, daß das beobachtete Verhalten ei-
nes Besuchers direkt Auswirkungen auf das präsentierte Angebot innerhalb der cHL-
Webpräsenz führt.1 Im Rahmen dieses one-to-one Marketing, das datenbankgestützte Web-
Präsenzen2 erfordert, würden dem Studierenden nur diejenigen Informationen angezeigt wer-
den, die für ihn gemäß seines beobachteten Verhaltens oder der von ihm geäußerten Präferen-
zen relevant sind.3 Dieser Nutzenzuwachs auf Anwenderseite dürfte zu einer weiteren Erhö-
hung der Akzeptanz des Web-Angebotes führen, da die Individualisierung zur Verringerung 
der Informationsflut führt. 
                                                 
1  Vgl. Bensberg, F., Weiss, T. (1998). 
2  Vgl. Bieletzke, S. (1999). 
3  Die derzeitige cHL-Präsenz setzt dies z. B. bereits bei der Anwendung des personalisierten Mailverteiler um. 
Vgl. Grob, H. L. (1998). 
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Anhang: Produkte zur Analyse von Protokolldateien1 
 
Produkt Anbieter URL 
Aria Andromedia www.andromedia.co.uk 
BazaarAnalyzer Pro2.0 AquasInc. www.aquas.com 
FunnelWeb1.7.1 ActiveConcepts www.activeconcepts.com 
Hitlist3 MarketwaveCorp. www.marketwave.com 
NetAnalysisPro 3.5 NetGensisCorp. www.netgen.com 
Netintellect3.1 WebmanageTechnologiesInc. www.webmanage.com 
Netline Nielsen www.ipro.com 
NetStatsPro InsanelyGreatSoftware www.igsnet.com 
NetTracker3.5 SaneSolutionsLLC www.sane.com 
PerspectiveWeb Edition KeynoteSystemsInc. www.keynote.com 
SiteReport, WebReport RelevantKnowledge,Inc. www.relevantknowledge.com 
SiteServer3.0 Microsoft www.microsoft.com/siteserver 
Superstats DigitalConcrete www.superstats.com 
Surfreport3.0 Netrics www.netrics.com 
Webprofiler1.1 KabelNewMedia webprofiler.kabel.de 
Websuccess2.1 Landmann&Partner www.websuccess.de 
WebTracker CambridgeQuality Management Inc. www.cqminc.com 
 
                                                 
1  In Anlehnung an Gotta, F. (1999). 
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