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Tabla de enrutamiento  
 
Las tablas de enrutamiento, son los cuadros donde están establecidas las familias 






Son dispositivos de una red de información, encargados de enviar y recibir datos. 
Los routers tiene la capacidad de ejecutar tareas similares a los switch, los modem 
o concentradores de redes, pero no son lo mismo, los routers pueden conformar 





Elementos que permiten conectar diferentes dispositivos como computadores, 
impresoras, puntos de acceso inalámbricos, entre otros. Los switch permiten que 






Sus siglas en español traducen Red de Área Local y Virtual, permite crear redes de 
trabajo independientes dentro de una misma red de trabajo física. Permite que cada 
red creada administre una serie de equipos dentro de un segmento de red, estas 





Los dispositivos como routers o switch, tienen una serie de interfaces como 
GigabitEthernet, Serial, Ethernet, FastEthernet, que son los puertos de 
comunicación que permiten el enlace y la transmisión de datos con otros 
dispositivos, estas interfaces pueden ser configuradas con direcciones IP de una 






Virtual Trunking Potocol, este es un protocolo de CISCO que permite administrar 
todas las VLANs desde un mismo switch de la red. Las VLANs se mantienen 





Border Gateway Potocol, permite compartir información del enrutamiento, define 
políticas de enrutamiento estables, pero brinda la posibilidad de establecer 
diferentes rutas de intercambio de información desde el dispositivo donde se 





Son interfaces internas de los router, por lo tanto, no es posible conectarse a otro 
equipo debido a que no se usa un puerto físico. ES considerada una interfaz de 






Gateway Load Balancing Protocol. Es un protocolo encargado de proteger el envío 
y la recepción de información en dispositivos de red, este protocolo permite que los 


























Los avances actuales en el campo de las telecomunicaciones, exige día tras día 
mejoras en el proceso de trasmisión de la información. El diplomado de 
profundización CCNP de CISCO, nos enseña cómo resolver problemas que se 
pueden presentar en cuanto a comunicación de redes empresariales a través de 
configuraciones en los dispositivos que la componen, realizar los ajustes 
correspondientes. Los temas trabajados a lo largo del diplomado, nos permite 
realizar configuraciones desde un punto inicial a los dispositivos que pertenecen a 
las redes de datos. El diplomado se divide en dos segmentos, en la primera parte 
se realiza el estudio de configuración de redes conformadas por routers que son los 
encargados de la comunicación e intercambio de datos entre los dispositivos con la 
configuración de interfaces y las direcciones IP dadas en las tablas de enrutamiento, 
se logra establecer intercambio de información. 
 
Para la segunda parte del diplomado, el tema de estudio son los switch, que son 
dispositivos que al igual que los routers, comunican entre sí a los demás dispositivos 
de una red de información. En el trabajo desarrollado se emplea la configuración de 
redes de área local virtuales, que serán configuradas para lograr la trasmisión de 
datos, por ser topologías que se crean por medio de simuladores, no es posible 
conocer el hardware de los dispositivos empleados junto con su electrónica física. 
Tanto los routers como los switch, son dispositivos de interconexión que permiten 

























Current advances in the field of telecommunications require day after day 
improvements in the information transmission process. The CISCO CCNP in-depth 
diploma teaches us how to solve problems that may arise in terms of business 
network communication through configurations in the devices that compose it, 
making the corresponding adjustments. The topics covered throughout the course 
allow us to configure the devices that belong to the data networks from an initial 
point. The course is divided into two segments, in the first part the study of the 
configuration of networks made up of routers that are in charge of communication 
and data exchange between the devices with the configuration of interfaces and the 
IP addresses given in the tables is carried out. routing, it is possible to establish 
information exchange. 
 
For the second part of the diploma, the subject of study is switches, which are 
devices that, like routers, communicate with each other to other devices in an 
information network. In the work carried out, the configuration of virtual local area 
networks is used, which will be configured to achieve the transmission of data, since 
they are topologies that are created by means of simulators, it is not possible to 
know the hardware of the devices used together with their electronics physical. Both 
routers and switches are interconnection devices that allow the switching of 



























El diplomado de profundización CCNP de CISCO, permite que los estudiantes que 
lo cursen y que pronto serán profesionales, logren desarrollar las competencias 
necesarias para realizar las configuraciones requeridas en una red de datos para 
el intercambio de paquetes de datos entre diferentes dispositivos. Los contenidos 
que se pueden encontrar en el diplomado de profundización, abarca las 




En el primer escenario, se establecen las diferentes iniciales de cada router, la 
asignación de direcciones IP para establecer sistemas de red y áreas de trabajo 
entre sí. La creación de interfaces Loopback, permite conectar los routers a 
diferentes redes de trabajo LAN por medio de las tablas de enrutamiento asignadas. 
Además, se realiza la redistribución de rutas EIGRP en OSPF desde el routers. 
 
 
En el segundo escenario, la topología de red presentada permite realizar las 
configuraciones en los switch que la componen, los switch son comunicados entre 
sí, por los puertos de acceso de las troncales creados en las VLANS de las 
interfaces de los dispositivos. Las interfaces de los dispositivos son configuradas 
dentro de puertos de acceso y como troncales dentro de las VLAN, asignando 
prioridades de las VLAN en cada switch. 
 
 
Para la verificación durante el desarrollo de los dos escenarios, se ejecutan 
diferentes comandos que permiten ver el estado actual de los dispositivos, 






































Ilustración 1. Topología de red - Escenario 1(guía de trabajo) 
 
4.1. TABLAS DE ENRUTAMIENTO 
Vamos a establecer las tablas de enrutamiento para todas las interfaces de cada 
router con las familias de direcciones IP como se indica en la topología. 
 
 
Tabla 1. Enrutamiento R1 
Interface IP Address Subnet mask 
S3/0 150.20.15.1 255.255.255.0 
Loopback 0 20.1.10.0 255.255.252.0 
Loopback 1 20.1.30.0 255.255.252.0 
Loopback 2 20.1.50.0 255.255.252.0 
Loopback 3 20.1.70.0 255.255.252.0 
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Interface IP Address Subnet mask 
S3/0 150.20.15.2 255.255.255.0 
S3/1 150.20.20.1 255.255.255.0 
Tabla 2. Enrutamiento R2 
Interface IP Address Subnet mask 
S3/0 150.20.20.2 255.255.255.0 
S3/1 80.50.42.1 255.255.255.0 
Tabla 3. Enrutamiento R3 
 
Interface IP Address Subnet mask 
S3/0 80.50.42.2 255.255.255.0 
S3/1 80.50.30.1 255.255.255.0 
Tabla 4. Enrutamiento R4 
 
Interface IP Address Subnet mask 
S3/0 80.50.30.2 255.255.255.0 
Loopback 0 180.5.10.0 255.255.252.0 
Loopback 1 180.5.30.0 255.255.252.0 
Loopback 2 180.5.50.0 255.255.252.0 
Loopback 3 180.5.70.0 255.255.252.0 
Tabla 5. Enrutamiento R5 
 
 




4.2. APLIQUE LAS CONFIGURACIONES INICIALES. 
 
 
Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los routers. 
Configurar las interfaces con las direcciones que se muestran en la topología de 
red. 
Se realiza la asignación de nombre y dirección IP para cada interface del router 
que se va a usar dentro de la comunicación, describiendo en cada interface el 
router con el que se va a comunicar. 
Router 1 
 
Router>enable “Ingreso a modo privilegiado” 
Router#conf term “Ingreso a modo de configuración” 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#hostname R1 “Asignación de nombre del router” 
R1(config)#int s3/0 “Ingreso a interface para configuración” 
R1(config-if)#description R1 --> R2 “Descripción dirección comunicación de la 
interface” 
R1(config-if)#ip address 150.20.15.1 255.255.255.0 “Asignación de IP a la 
interface”  
R1(config-if)#clock rate 128000 “Activa sincronización y velocidad de 
comunicación”  






Router>enable “Ingreso a modo privilegiado” 
Router#conf term “Ingreso a modo de configuración” 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#  
Router(config)#hostname R2 “Asignación de nombre del router” 
R2(config)#int s3/0 “Ingreso a interface para configuración” 
R2(config-if)#description R2 --> R1 “Descripción dirección comunicación de la 
interface” 
R2(config-if)#ip address 150.20.15.2 255.255.255.0 “Asignación de IP de la 
interface” 
R2(config-if)#clock rate 128000  




R2(config)# “Activa sincronización y velocidad de comunicación” 
R2(config)#int s3/1 “Ingreso a interface para configuración” 
R2(config-if)#description R2 --> R3 “Descripción dirección comunicación de la 
interface” 
R2(config-if)#ip address 150.20.20.1 255.255.255.0 “Asignación de IP de la 
interface” 
R2(config-if)#clock rate 128000 “Activa sincronización y velocidad de 
comunicación” 






Router>enable “Ingreso a modo privilegiado” 
Router#conf term “Ingreso a modo de configuración” 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#  
Router (config)#hostname R3 “Asignación de nombre del router” 
R3(config)#int s3/0 “Ingreso a interface para configuración” 
R3(config-if)#description R3 --> R2 “Descripción dirección comunicación de la 
interface” 
R3(config-if)#ip address 150.20.20.2 255.255.255.0 “Asignación de IP de la 
interface” 
R3(config-if)#clock rate 128000 “Activa sincronización y velocidad de 
comunicación” 
R3(config-if)#no shutdown “No apagar la interface” 
R3(config-if)#exit “Salida” 
R3(config)#  
R3(config)#int s3/1 “Ingreso a interface para configuración” 
R3(config-if)#description R3 --> R4 “Descripción dirección comunicación de la 
interface” 
R3(config-if)#ip address 80.50.42.1 255.255.255.0 “Asignación de IP de la 
interface” 
R3(config-if)#clock rate 128000 “Activa sincronización y velocidad de 
comunicación” 











Router>enable “Ingreso a modo privilegiado” 
Router#conf term “Ingreso a modo de configuración” 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#  
Router (config)#hostname R4 “Asignación de nombre del router” 
R4(config)#int s3/0 “Ingreso a interface para configuración” 
R4(config-if)#description R4 --> R3 “Descripción dirección comunicación de la 
interface” 
R4(config-if)#ip address 80.50.42.2 255.255.255.0 “Asignación de IP de la 
interface” 
R4(config-if)#clock rate 128000 “Activa sincronización y velocidad de 
comunicación” 
R4(config-if)#no shutdown “No apagar la interface” 
R4(config-if)#exit “Salida” 
R4(config)#  
R4(config)#int s3/1 “Ingreso a interface para configuración” 
R4(config-if)#description R4 --> R5 “Descripción dirección comunicación de la 
interface” 
R4(config-if)#ip address 80.50.30.1 255.255.255.0 “Asignación de IP de la 
interface” 
R4(config-if)#clock rate 128000 “Activa sincronización y velocidad de 
comunicación” 





Router>enable “Ingreso a modo privilegiado” 
Router#conf term “Ingreso a modo de configuración” 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#hostname R5 “Asignación de nombre del router” 
R5(config)#int s3/0 “Ingreso a interface para configuración” 
R5(config-if)#description R5 --> R4 “Descripción dirección comunicación de la 
interface” 
R5(config-if)#ip address 80.50.30.2 255.255.255.0 “Asignación de IP de la 
interface” 
R5(config-if)#clock rate 128000 “Activa sincronización y velocidad de 
comunicación” 





4.4. CREE CUATRO NUEVAS INTERFACES DE LOOPBACK EN R1. 
 
Cree cuatro nuevas interfaces de loopback en R1 utilizando la asignación de 






R1(config)#interface loopback 0 “Crear loopback” 
R1(config-if)#ip address 20.1.10.0 255.255.252.0 “Asignación IP a Loopback” 
R1(config-if)#interface loopback 1 “Crear loopback” 
R1(config-if)#ip address 20.1.30.0 255.255.252.0 “Asignación IP a Loopback” 
R1(config-if)#interface loopback 2 “Crear loopback” 
R1(config-if)#ip address 20.1.50.0 255.255.252.0 “Asignación IP a Loopback” 
R1(config-if)#interface loopback 3 “Crear loopback” 
R1(config-if)#ip address 20.1.70.0 255.255.252.0 “Asignación IP a Loopback” 








R1#conf term “Ingreso a modo de configuración” 
Enter configuration commands, one per line. End with CNTL/Z.  
R1(config)#router ospf 1 “Crear OSPF en R1” 
R1(config-router)#router-id 1.1.1.1 “Asignación id del router en OSPF” 
R1(config-router)#network 150.20.15.0 0.0.0.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R1(config-router)#network 150.20.20.0 0.0.0.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R1(config-router)#network 20.1.10.0 0.0.3.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R1(config-router)#network 20.1.30.0 0.0.3.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R1(config-router)#network 20.1.50.0 0.0.3.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R1(config-router)#network 20.1.70.0 0.0.3.255 area 150 “Asignación IP de redes 










R2(config)#router ospf 1 “Crear OSPF en R2” 
R2(config-router)#router-id 2.2.2.2 “Asignación id del router en OSPF” 
R2(config-router)#network 150.20.15.0 0.0.0.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R2(config-router)#network 150.20.20.0 0.0.0.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R2(config-router)#network 20.1.10.0 0.0.3.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R2(config-router)#network 20.1.30.0 0.0.3.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R2(config-router)#network 20.1.50.0 0.0.3.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R2(config-router)#network 20.1.70.0 0.0.3.255 area 150 “Asignación IP de redes 








R3(config)#router ospf 1 “Crear OSPF en R3” 
R3(config-router)#router-id 3.3.3.3 “Asignación id del router en OSPF” 
R3(config-router)#network 150.20.15.0 0.0.0.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R3(config-router)#network 150.20.20.0 0.0.0.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R3(config-router)#network 20.1.10.0 0.0.3.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R3(config-router)#network 20.1.30.0 0.0.3.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R3(config-router)#network 20.1.50.0 0.0.3.255 area 150 “Asignación IP de redes 
dentro del área de OSPF” 
R3(config-router)#network 20.1.70.0 0.0.3.255 area 150 “Asignación IP de redes 







4.5. CREE CUATRO NUEVAS INTERFACES DE LOOPBACK EN R5. 
 
Cree cuatro nuevas interfaces de loopback en R5 utilizando la asignación de 
direcciones 180.5.0.0/22 y configure esas interfaces para participar en el sistema 
autónomo EIGRP 51. 
 
R5(config)#interface loopback 0 “Crear loopback” 
R5(config-if)#ip address 180.5.10.0 255.255.252.0 “Asignación IP a Loopback” 
R5(config-if)#interface loopback 1 “Crear loopback” 
R5(config-if)#ip address 180.5.30.0 255.255.252.0 “Asignación IP a Loopback” 
R5(config-if)#interface loopback 2 “Crear loopback” 
R5(config-if)#ip address 180.5.50.0 255.255.252.0 “Asignación IP a Loopback” 
R5(config-if)#interface loopback 3 “Crear loopback” 
R5(config-if)#ip address 180.5.70.0 255.255.252.0 “Asignación IP a Loopback” 
R5(config-if)#no shutdown “no apagar interface loopback” 
R5(config-if)# 
 




R3#conf term “Ingreso a modo de configuración” 
Enter configuration commands, one per line. End with CNTL/Z.  
R3(config)#router eigrp 51 “Crear sistema EIGRP en R3” 
R3(config-router)#network 80.50.42.0 0.0.0.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R3(config-router)#network 80.50.30.0 0.0.0.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R3(config-router)#network 180.5.10.0 0.0.3.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R3(config-router)#network 180.5.30.0 0.0.3.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R3(config-router)#network 180.5.50.0 0.0.3.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 









R4(config)#router eigrp 51 “Crear sistema EIGRP en R4” 
R4(config-router)#network 80.50.42.0 0.0.0.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R4(config-router)#network 80.50.30.0 0.0.0.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R4(config-router)#network 180.5.10.0 0.0.3.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R4(config-router)#network 180.5.30.0 0.0.3.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R4(config-router)#network 180.5.50.0 0.0.3.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 






R5(config)#router eigrp 51 “Crear sistema EIGRP en R5” 
R5(config-router)#network 80.50.42.0 0.0.0.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R5(config-router)#network 80.50.30.0 0.0.0.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R5(config-router)#network 180.5.10.0 0.0.3.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R5(config-router)#network 180.5.30.0 0.0.3.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 
R5(config-router)#network 180.5.50.0 0.0.3.255 “Asignación IP de redes dentro del 
sistemas EIGRP” 














4.6. ANALICE LA TABLA DE ENRUTAMIENTO DE R3. 
 
Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 




 Ilustración 3. Verificación en R3: comando show ip route 
 
 
En la ilustración anterior, podemos ver como R3 aprendió los loopback creados en 
R1 bajo la asignación de direcciones 20.1.0.0/22 para el área 150 de OSPF y los 
loopback creados en R5 bajo la asignación de direcciones 180.5.0.0/22 para el 










4.7. CONFIGURE R3 PARA REDISTRIBUIR LAS RUTAS EIGRP EN 
OSPF Y LUEGO REDISTRIBUYA LAS RUTAS OSPF EN EIGRP. 
Configure R3 para redistribuir las rutas eigrp en ospf usando el costo de 80000 y 
luego redistribuya las rutas ospf en eigrp usando un ancho de banda T1 y 50,000 
microsegundos de retardo. 
 
R3#conf term “Ingreso a modo de configuración” 
Enter configuration commands, one per line. End with CNTL/Z.  
R3(config)#router ospf 1 “Ingreso a sistema OSPF” 
R3(config-router)#redistribute eigrp 51 metric 80000 subnets “Redistribución de 
OSPF y asignación de costo para redistribución” 
R3(config-router)#exit “Salida” 
R3(config)#router eigrp 51 “Ingreso a sistema EIGRP” 
R3(config-router)#redistribute ospf 1 metric 1544 50000 255 255 1500 





4.8. VERIFIQUE EN R1 Y R5 LA REDISTRIBUCIÓN DE LAS RUTAS 
OSPF Y EIGRP. 
 
Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su 



















Ilustración 4. Verificación R1: Comando show ip route 
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En la ilustración 4, podemos verificar que luego de realizar la redistribución en R3, 
al ejecutar el comando show ip route desde R1, la tabla de enrutamiento de la 
topología es visible en su totalidad, incluyendo las interfaces de loopback creadas 





















Ilustración 5. Verificación en R5: comando show ip route 
En la ilustración 5, podemos verificar que luego de realizar la redistribución en R3, 
al ejecutar el comando show ip route desde R5, la tabla de enrutamiento de la 
topología es visible en su totalidad, incluyendo las interfaces de loopback creadas 







Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 












Parte 1: Configurar la red de acuerdo con las especificaciones.  
 
a. Apagar todas las interfaces en cada switch.  




IOU1>enable “Ingreso a modo privilegiado” 
IOU1#conf term “Ingreso a modo de configuración” 
IOU1(config)#hostname DLS1 “Asignación de nombre del switch” 
DLS1(config)#int range e0/1-3,e1/0-3 “Ingreso al rango de interfaces para 
configuración” 







IOU2>enable “Ingreso a modo privilegiado” 
IOU2#conf term “Ingreso a modo de configuración” 
IOU2(config)#hostname DLS2 “Asignación de nombre del switch” 
DLS2(config)#int range e0/1-3,e1/0-3 “Ingreso al rango de interfaces para 
configuración” 





IOU3>enable “Ingreso a modo privilegiado” 
IOU3#conf term “Ingreso a modo de configuración” 
IOU3(config)#hostname ALS1 “Asignación de nombre del switch” 
ALS1(config)#int range e0/1-2,e1/1-3 “Ingreso al rango de interfaces para 
configuración” 









IOU4>enable “Ingreso a modo privilegiado” 
IOU4#conf term “Ingreso a modo de configuración” 
IOU4(config)#hostname ALS1 “Asignación de nombre del switch” 
ALS2(config)#int range e0/1-2,e1/1-3 “Ingreso al rango de interfaces para 
configuración” 





c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama.  
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 
Para DLS1 se utilizará la dirección IP 10.20.20.1/30 y para DLS2 utilizará 
10.20.20.2/30.  
DLS1 
DLS1(config)#int range e0/3,e1/0 3 “Ingreso al rango de interfaces para 
configuración” 
DLS1(config-if-range)#no switchport “Interfaz de capa 3” 
DLS1(config-if-range)#channel-group 12 mode active “Creación y configuración 
modo activa del puerto 12” 
Creating a port-channel interface Port-channel 12 
DLS1(config-if-range)#no shutdown “No apagar puerto” 
DLS1(config-if-range)#interface port-channel 12 “Ingreso al puerto 12 para 
configuración” 




Se configuran los canales ethernet mediante LACP, se crea el grupo 12 en 
determinado rango de interfaces para la comunicación entre los switchs. 








DLS2(config)#int range e0/3,e1/0 3 “Ingreso al rango de interfaces para 
configuración” 
DLS2(config-if-range)#no switchport “Interfaz de capa 3” 
DLS2(config-if-range)#channel-group 12 mode active “Creación y configuración 
modo activa del puerto 12” 
Creating a port-channel interface Port-channel 12 
DLS2(config-if-range)#no shutdown “No apagar puerto” 
DLS2(config-if-range)#exit “salida” 
DLS2(config)#interface port-channel 12 “Ingreso al puerto 12 para configuración” 




2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP.  
DLS1 
DLS1(config)#interface range e0/1-2 “Ingreso al rango de interfaces para 
configuración” 
DLS1(config-if-range)#channel-group 1 mode active “Creación y configuración 
modo activo del puerto 1” 
Creating a port-channel interface Port-channel 1 






ALS1(config)#interface range e0/1-2 “Ingreso al rango de interfaces para 
configuración” 
ALS1(config-if-range)#channel-group 1 mode active “Creación y configuración 
modo activo del puerto 1” 
Creating a port-channel interface Port-channel 1 









DLS2(config-if-range)#channel-group 2 mode active “Creación y configuración 
modo activo del puerto 2” 
Creating a port-channel interface Port-channel 2 





ALS2(config)#interface range e0/1-2 “Ingreso al rango de interfaces para 
configuración” 
ALS2(config-if-range)#channel-group 2 mode active “Creación y configuración 
modo activo del puerto 2” 
Creating a port-channel interface Port-channel 2 




3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP.  
DLS1 
DLS1(config)#interface range e1/1-2 “Ingreso al rango de interfaces para 
configuración” 
DLS1(config-if-range)#channel-group 4 mode desirable “Creación y configuración 
modo deseable del puerto 4” 
Creating a port-channel interface Port-channel 4 





ALS2(config)#int range e1/1-2 “Ingreso al rango de interfaces para configuración” 
ALS2(config-if-range)#channel-group 4 mode desirable “Creación y configuración 
modo deseable del puerto 4” 
Creating a port-channel interface Port-channel 4 









DLS2(config)#int range e1/1-2 “Ingreso al rango de interfaces para configuración” 
DLS2(config-if-range)#channel-group 3 mode desirable “Creación y configuración 
modo deseable del puerto 3” 
Creating a port-channel interface Port-channel 3 





ALS1(config)#int range e1/1-2 “Ingreso al rango de interfaces para configuración” 
ALS1(config-if-range)#channel-group 3 mode desirable “Creación y configuración 
modo desirable del puerto 3” 
Creating a port-channel interface Port-channel 3 




4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa.  
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3  
DLS1 
DLS1(config)# vtp version 3 “Configuración VTP en versión 3” 
Cannot set the version to 3 because domain name is not configured 
DLS1(config)# vtp version 2 “Configuración VTP en versión 2” 




ALS1(config)# vtp version 2 “Configuración VTP en versión 2” 




ALS2(config)# vtp version 2 “Configuración VTP en versión 2” 





1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321  
DLS1(config)#vtp domain CISCO “Asignación de nombre al dominio” 
Changing VTP domain name from NULL to CISCO 
DLS1(config)#vtp password ccnp321 “Asignar contraseña al dominio” 
Setting device VTP password to ccnp321 
DLS1(config)# 
 
2) Configurar DLS1 como servidor principal para las VLAN.  
DLS1(config)#vtp mode server “Configuración DLS1 como servidor” 
Device mode alredy VTP Server for VLANS. 
DLS1(config)# 
3) Configurar ALS1 y ALS2 como clientes VTP.  
ALS1 
ALS1(config)#vtp mode client “Configuración ALS1 como cliente” 




ALS2(config)#vtp mode client “Configuración ALS2 como cliente” 
Setting device to VTP Client mode for VLANS. 
ALS2(config)# 
  








Nombre de VLAN 
600 NATIVA 420 PROVEEDORES 
15 ADMON 100 SEGUROS 
240 CLIENTES 1050 VENTAS 
1112 MULTIMEDIA 3550 PERSONAL 
Tabla 6. VLAN creadas en DLS1 y DLS2 
DLS1 
 
DLS1(config)#vlan 600 “VLAN creada” 
DLS1(config-vlan)#name NATIVA “nombre asignado a la VLAN” 
DLS1(config-vlan)#exit “salida” 
DLS1(config)#vlan 15 “VLAN creada” 
 
32 
DLS1(config-vlan)#name ADMON “nombre asignado a la VLAN” 
DLS1(config-vlan)#exit “salida” 
DLS1(config)#vlan 240 “VLAN creada” 
DLS1(config-vlan)#name CLIENTES “nombre asignado a la VLAN” 
DLS1(config-vlan)#exit “salida” 
DLS1(config)#vlan 1112 “VLAN creada” 
DLS1(config-vlan)#name MULTIMEDIA “nombre asignado a la VLAN” 
DLS1(config-vlan)#exit “salida” 
DLS1(config)#vlan 420 “VLAN creada” 
DLS1(config-vlan)#name PROVEEDORES “nombre asignado a la VLAN” 
DLS1(config-vlan)#exit “salida” 
DLS1(config)#vlan 100 “VLAN creada” 
DLS1(config-vlan)#name SEGUROS “nombre asignado a la VLAN” 
DLS1(config-vlan)#exit “salida” 
DLS1(config)#vlan 1050 “VLAN creada” 
DLS1(config-vlan)#name VENTAS “nombre asignado a la VLAN” 
DLS1(config-vlan)#exit “salida” 
DLS1(config)#vlan 3550 “VLAN creada” 





f. En DLS1, suspender la VLAN 420.  
DLS1(config)#vlan 420 “Ingreso configuración VLAN 420” 




g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1.  
DLS2(config)#vtp version 2 “Configuración VTP en version 2” 
DLS2(config)#vtp mode transparent “Configuración modo independiente” 




DLS2(config)#vlan 600 “VLAN creada” 
DLS2(config-vlan)#name NATIVA “nombre asignado a la VLAN” 
DLS2(config-vlan)#exit “salida” 
DLS2(config)#vlan 15 “VLAN creada” 




DLS2(config)#vlan 240 “VLAN creada” 
DLS2(config-vlan)#name CLIENTES “nombre asignado a la VLAN” 
DLS2(config-vlan)#exit “salida” 
DLS2(config)#vlan 1112 “VLAN creada” 
DLS2(config-vlan)#name MULTIMEDIA “nombre asignado a la VLAN” 
DLS2(config-vlan)#exit “salida” 
DLS2(config)#vlan 420 “VLAN creada” 
DLS2(config-vlan)#name PROVEEDORES “nombre asignado a la VLAN” 
DLS2(config-vlan)#exit “salida” 
DLS2(config)#vlan 100 “VLAN creada” 
DLS2(config-vlan)#name SEGUROS “nombre asignado a la VLAN” 
DLS2(config-vlan)#exit “salida” 
DLS2(config)#vlan 1050 “VLAN creada” 
DLS2(config-vlan)#name VENTAS “nombre asignado a la VLAN” 
DLS2(config-vlan)#exit “salida” 
DLS2(config)#vlan 3550 “VLAN creada” 






h. Suspender VLAN 420 en DLS2.  
 
DLS2(config)#vlan 420 “Ingreso configuración VLAN 420” 





i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red.  
DLS2#conf term “Ingreso al modo configuración” 
Enter configuration commands, one per line. End with CNTL/Z. 
DLS2(config)#vlan 567 “Crear e ingresar a VLAN 567” 
DLS2(config-vlan)#private-vlan isolated “Configuración vlan privada” 






j. Configurar DLS1 como Spanning tree root para las VLANs 1, 12, 420, 600, 1050, 
1112 y 3550 y como raíz secundaria para las VLAN 100 y 240.  
DLS1#conf term “Ingreso modo configuración” 
Enter configuration commands, one per line. End with CNTL/Z. 
DLS1(config)#spanning-tree vlan 1 root primary “Asignación de prioridad” 
DLS1(config)#spanning-tree vlan 12 root primary “Asignación de prioridad” 
DLS1(config)#spanning-tree vlan 420 root primary “Asignación de prioridad”  
DLS1(config)#spanning-tree vlan 600 root primary “Asignación de prioridad” 
DLS1(config)#spanning-tree vlan 1050 root primary “Asignación de prioridad” 
DLS1(config)#spanning-tree vlan 1112 root primary “Asignación de prioridad” 
DLS1(config)#spanning-tree vlan 3550 root primary “Asignación de prioridad”  
DLS1(config)#spanning-tree vlan 100 root secondary “Asignación de prioridad” 
DLS1(config)#spanning-tree vlan 240 root secondary “Asignación de prioridad” 
DLS1(config)# 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como una 
raíz secundaria para las VLAN 15, 420, 600, 1050, 11112 y 3550.  
DLS2#conf term “Ingreso modo configuración” 
Enter configuration commands, one per line. End with CNTL/Z. 
DLS2(config)#spanning-tree vlan 100 root primary “Asignación de prioridad” 
DLS2(config)#spanning-tree vlan 240 root primary “Asignación de prioridad” 
DLS2(config)#spanning-tree vlan 15 root secondary “Asignación de prioridad” 
DLS2(config)#spanning-tree vlan 420 root secondary “Asignación de prioridad” 
DLS2(config)#spanning-tree vlan 600 root secondary “Asignación de prioridad” 
DLS2(config)#spanning-tree vlan 1050 root secondary “Asignación de prioridad” 
DLS2(config)#spanning-tree vlan 1112 root secondary “Asignación de prioridad” 




l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de éstos puertos.  
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera:  
Interfaz DLS1 DLS2 ALS1 ALS2 
e1/3 3550 15, 1050 100, 1050 240 
e0/2 1112 1112 1112 1112 
e2/1-2  567   






DLS1#conf term “Ingreso modo configuración” 
Enter configuration commands, one per line. End with CNTL/Z. 
DLS1(config)#int e1/3 “Configuración interface” 
DLS1(config-if)#switchport access vlan 3550 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 
DLS1(config-if)#no shutdown “No apagar interface” 
DLS1(config-if)#exit “Salida” 
DLS1(config)#int e2/0 “Configuración interface” 
DLS1(config-if)# switchport access vlan 1112 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 






DLS2#conf term “Ingreso modo configuración” 
Enter configuration commands, one per line. End with CNTL/Z. 
DLS2(config)#int e1/3 “Configuración interface” 
DLS2(config-if)#switchport access vlan 15 “Combinar troncales VLAN y enlaces de 
acceso en modo activo” 
DLS2(config-if)#switchport access vlan 1050 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 





DLS2(config)#int e2/0 “Configuración interface” 
DLS2(config-if)#switchport access vlan 1112 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 




DLS2(config)#int e2/1-2 “Configuración interface” 
DLS2(config-if)#switchport access vlan 567 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 








ALS1#conf term “Ingreso modo configuración” 
Enter configuration commands, one per line. End with CNTL/Z. 
ALS1(config)#int e1/3 “Configuración interface” 
ALS1(config-if)#switchport access vlan 100 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 
ALS1(config-if)#switchport access vlan 1050 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 




ALS1(config)#int e2/0 “Configuración interface” 
ALS1(config-if)# switchport access vlan 1112 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 






ALS2#conf term “Ingreso modo configuración” 
Enter configuration commands, one per line. End with CNTL/Z. 
ALS2(config)#int e1/3 “Configuración interface” 
ALS2(config-if)#switchport access vlan 240 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 




ALS2(config)#int e2/0 “Configuración interface” 
ALS2(config-if)# switchport access vlan 1112 “Combinar troncales VLAN y enlaces 
de acceso en modo activo” 













Parte 2: conectividad de red de prueba y las opciones configuradas.  
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso  
 
 
Ilustración 8. Verificación VLANS DLS1 
Mediante el uso del comando show vlan podemos verificar las VLAN que fueron 





Ilustración 9. Verificación IP asignadas a las interfaces DLS1 
 
Mediante el uso del comando show ip interface brief podemos verificar las 




Ilustración 10. Verificación estatus VTP DLS1 









Ilustración 11. Verificación puertos DLS1 
 
Mediante el comando show etherchannel port-channel se puede observar si los 




Ilustración 12. Verificación puertos DLS1 
 
Mediante el comando show etherchannel port-channel se puede observar si los 












Ilustración 13. Verificación de asignación de prioridades DLS1 
 
Mediante el uso del comando show spanning-tree podemos verificar la 








Ilustración 14. Verificación de asignación de prioridades DLS2 
 
Mediante el uso del comando show spanning-tree podemos verificar la 










Durante el desarrollo del primer escenario aprendimos a realizar la configuración 
inicial del router, donde nos encargamos de la asignación de nombre y de 
direcciones IP en cada una de sus interfaces, permite que el dispositivo establezca 
comunicación con sus vecinos adyacentes, siempre y cuando estos vecinos hayan 
sido configurados con la misma familia de direcciones IP en las interfaces que los 
comunica y de esta manera permitir el intercambio de paquetes de datos. 
 
Creamos redes de trabajo dentro de la topología del escenario 1, que son 
configuradas con el comando router-id 0.0.0.0 en el área 150 de OSPF, permite 
que mediante el uso del comando show ip route, sean visibles desde los diferentes 
router y así confirmar la correcta configuración del área. Los sistemas autónomos 
EIGRP, al igual que los OSPF, permite establecer adyacencias con los dispositivos 
configurados dentro del mismo sistema y ser visibles en las tablas de enrutamiento 
del dispositivo desde donde se ejecute el comando show ip route. 
 
Los sistemas EIGRP y OSPF que fueron creados en la topología del escenario 1, 
trabajan como sistemas independientes dentro de la topología, no permiten el 
intercambio de paquetes de datos y las tablas de enrutamiento no son visibles entre 
sí, con la redistribución de sistemas ejecutada en R3, evidencia la importancia de 
este proceso, debido a que permite la comunicación entre los dos sistemas siendo 
visibles sus tablas de enrutamiento desde cualquiera de los dispositivos y teniendo 
un resultado del 100% de los datos transmitidos en los ping realizados. 
 
Las configuraciones realizadas en los switch del escenario 2, permite establecer 
puertos de acceso para la comunicación entre las interfaces que conectan los 
diferentes dispositivos. Dentro de las interfaces que comunican a dos dispositivos, 
se crean puertos troncales, asignando un nombre específico que permitirá ser 
visibles dentro del mismo grupo, para el caso de este laboratorio, fueron creados 
los puertos 1, 2, 3, 4 y 12. 
 
Dentro del desarrollo del escenario, se realiza diferentes configuraciones en los 
switch, como la asignación de versión de los dispositivos, permite crear un dominio 
y contraseña, también podemos configurar diferentes VLAN en los dispositivos y 
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