


































































鍵生成 置換 D=A^aXA^-a,X,A（公開鍵） ,a（秘密鍵） 
暗号化 C=A^rD^mA^-r、E=A^rXA^-r 





鍵生成 X を秘密鍵とし、A,B,C=XAX^-1,D=XBX^-1 を公
開鍵とする。 
暗号化 256 ビットランダムパターン R を A と B を用い
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