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RESUMEN
Las condiciones particulares presentes en una 
red VANET como la velocidad de los nodos co-
municantes, la concentración en área y el con-
trol distribuido de red (producto de la ausencia 
de una infraestructura de control centralizada), 
traen consigo una serie de retos especí cos que 
generan desafíos tecnológicos que obligan a un 
tratamiento desde una óptica diferente a la que 
dicta los protocolos de enrutamiento clásicos, 
dado que estos no están pensados para topologías 
cambiantes donde los nodos son responsables del 
encaminamiento y del mantenimiento de la red.
Este artículo muestra un análisis descriptivo de 
los protocolos más conocidos y la comparación 
de resultados obtenidos en trabajos anteriores 
mediante simulación del comportamiento de una 
red, para  nalmente presentar el análisis de re-
sultados y conclusiones del comportamiento de 
los protocolos evaluados.
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ABSTRACT
Particular conditions within a VANET network 
(such as speed of the communicating nodes and 
network concentration in areas of distributed con-
trol), resulting from a lack of centralized moni-
toring infrastructure, bring a number of speci c 
requirements that generate technological chal-
lenges. These challenges stray the main focus of 
such technologies from the perspective of classi-
cal routing protocols, since these are not intended 
for changing topologies, where nodes are respon-
sible for both routing and network maintenance.
This paper presents a descriptive analysis of 
some of the most widely known protocols. Per-
formance is compared to other results obtained 
in previous work by simulating the behavior of 
a network. Finally, analysis and conclusions are 
provided regarding protocol behavior.
1. INTRODUCCIÓN
Las redes ad-hoc vehiculares (Vehicular Ad-Hoc 
Networks) conocidas como VANET, son redes 
móviles que emplean vehículos como nodos de 
red, los cuales suministran información sobre el 
trá co vehicular, por lo que se han convertidoen 
la actualidad en uno de los mayores focos de in-
terés en el estudio y desarrollo de aplicaciones 
[1]. Las redes VANET se consideran como un 
caso particular de las conocidas MANET (Mo-
bile Ad-hoc Networks) enfocadas a entornos 
vehiculares, cobijadas con la adopción del es-
tándar 802.11a [2]. 
Gracias a su capacidad para suministrar infor-
mación sobre trá co vehicular y su potencial uso 
para evitar congestiones y mejorar la seguridad 
de los pasajeros, estas redes se han convertido en 
un gran foco de interés para investigadores y la 
industria [3]. Este último aspecto cobra gran inte-
rés si se tienen en cuenta estadísticas que señalan 
que los accidentes de trá co ocupan el noveno 
lugar en el índice de mortalidad mundial [4].
Dentro de las características que tipi can este 
tipo de redes se debe citar la ausencia de un 
nodo central, lo que permite una autonomía a los 
nodos, que son capaces de procesar y encaminar 
información. Dicho de otra manera, en determi-
nado momento deben actuar como una estación, 
nodo central o router. Otro aspecto importante es 
el cambio constante de topología a consecuencia 
delmovimiento arbitrario de los nodos, lo que 
afecta las condiciones de comunicación y poten-
cia pérdidas de paquetes.
A partir de lo anterior se evidencian retos tecnoló-
gicos dentro de los que se identi ca la limitación 
en el ancho de banda [5], tema que se ha conver-
tido en trabajo de constante investigación, junto a 
aspectos como tiempos de respuesta de conduc-
tores, recepción de señal por nodos adyacentes y 
control de diseminación de mensajes [6]. Sobre 
este último aspecto, control de la diseminación de 
mensajes, se adelantan estudios en busca de algo-
ritmos que permitan su uso por parte de la policía 
y organismos de emergencia, como medida en la 
atención y prevención de eventuales desastres. 
Por otra parte, y como es de esperar en un medio 
naturalmente susceptible a limitaciones de ancho 
de banda, características como la redundancia en 
las comunicaciones [7] deben ser evaluadas y op-
timizadas a  n de evitar congestiones de red.
Este trabajo analiza y compara el rendimiento 
de los protocolos AODV y de tipo geocast. De 
manera particular se ha dado especial interés al 
protoloco Ad-hoc On-Demand Distance-Vector 
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Routing (AODV) [8], debido a que es uno de los 
más representativos y que muestra mejores carac-
terísticas de desempeño [9].
2. CARACTERÍSTICAS DE PROTOCOLOS
2.1 AODV
El protocolo AODV, propuesto en 1999 [11], es 
un protocolo reactivo unicast para redes ad-hoc 
que establece la ruta por demanda, es decir, la 
ruta no se encuentra preestablecida, lo cual no 
indica que los mensajes sean enviados a ciegas, 
ya que el nodo receptor valida las rutas compa-
rando su número de secuencia. Si un nodo quiere 
establecer comunicación con otro nodo, y la ruta 
no está establecida, envía un mensaje broadcast 
de solicitud de ruta ROUTE REQUEST (RREQ) 
[8]. Los nodos por los que tiene que pasar este 
mensaje registran la información sobre la ruta in-
versa hacia el nodo de inicio. 
A cada nodo se asocia una tabla de encamina-
miento que contiene el identi cador de origen, el 
identi cador de destino, el número de secuencia 
de origen, el número de secuencia de destino, el 
identi cador de emisión, el tiempo de vida y un 
contador de salto. Al llegar a un nodo y encontrar 
la ruta válida se comprueba el número de secuen-
cia (DestSeqNum). Si este número es mayor al 
número de secuencia guardado, se considera que 
la ruta es válida, y este nodo envía un mensaje 
tipo ROUTE REPLY (RREP), con la información 
sobre la ruta inversa hacia el nodo de inicio [12]
Una vez establecida la ruta, esta se mantiene por 
un tiempo, para no tener que realizar todo el pro-
ceso cada vez que se envía un paquete. Si un nodo 
intermedio se mueve, la topología cambia, por lo 
que este nodo ya no será utilizado y el nodo inme-
diatamente anterior, de fuente a destino, noti ca, 
mediante un mensaje de error en la ruta (Router 
Error - RERR), el movimiento del nodo, y así 
el nodo de inicio deberá volver a comenzar el 
descubrimiento de ruta. También podría darse el 
caso del movimiento del nodo de inicio, en este 
caso el mismo nodo debe reiniciar el descubri-
miento de ruta. 
Por otra parte, debido a que muchos nodos están 
transmitiendo se pueden recibir números de se-
cuencia de destino repetidos, en ese caso los nú-
meros repetidos se eliminan. Este protocolo tiene 
como ventaja que puede ser utilizado en redes 
altamente escalables. Una desventaja es el incre-
mento del número de secuencia y el decremento 
de número de saltos, de una manera engañosa, 
que puede generar errores en la ruta [13].
2.2 DSR
El protocolo DSR [14] está diseñado especí ca-
mente para redes inalámbricas multi-hop y redes 
ad-hoc. Este protocolo, propuesto en 1996 [14], 
tiene dos componentes básicos: el descubrimien-
to de ruta, mecanismo mediante el cual si un 
nodo desea enviar un mensaje a un nodo desco-
nocido se obtiene una ruta de destino; y el man-
tenimiento de ruta, mecanismo mediante el cual 
si un nodo quiere enviar un mensaje a un nodo 
destino, detecta cuando la topología ha cambia-
do, por el movimiento de los nodos, y busca otra 
ruta o llama al descubrimiento de ruta para esta-
blecer una nueva [14], [15]. 
Este es un protocolo que funciona básicamente 
como el AODV pero a diferencia de este, no ge-
nera una tabla de enrutamiento inversa. Se basa 
en el encaminamiento desde el origen, para lo 
cualse inserta una cabecera con la información 
sobre los nodos que se deben recorrer para llegar 
al destino. Una de las características de este pro-
tocolo es que con las optimizaciones disponibles 
puede ser utilizado en redes pequeñas [16], con la 
ventaja de un menor overhead respecto a AODV. 
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2.3 TORA 
Este es un protocolo propuesto en 1996 para me-
jorar el rendimiento de las redes altamente diná-
micas. Funciona básicamente como DSR, pero 
a diferencia de este, elimina las rutas inválidas, 
busca una nueva ruta y la establece en un solo 
paso, mientras que DSR lo hace en 3 pasos [17]. 
3. PROTOCOLOS GEOCAST
Los protocolos geocast son un caso particular 
de protocolos multicast que son muy usados en 
redes VANET. Son protocolos donde los grupos 
están organizados en función de la posición geo-
grá ca de los nodos de la red. Se usan protocolos 
geocast cuando se desea mandar un mensaje a un 
grupo de vehículos de una determinada zona geo-
grá ca, para advertir sobre riesgos, por ejemplo, 
en la carretera. Dentro de los protocolos geocast 
conocidos están los siguientes.
3.1 LBM
El LBM (Location Based Multicast)[18], [19] es 
un protocolo orientado a la transmisión de datos 
que se basa en el protocolo unicast LAR (Location 
Aiden Routing), propuesto en 1998 [20]. Este pro-
tocolo usa el mismo método de descubrimiento de 
ruta que el protocolo DSDV, pero a diferencia de 
este, la información no se envía a todos los vecinos, 
sino que basándose en la información geográ ca, 
la inundación de la red se hace de manera contro-
lada. LBM se basa en un  ooding tradicional pero 
los nodos tienen que decidir si retransmiten o no a 
los demás nodos según dos esquemas para deter-
minar la zona forwarding: LMB box y LMB step.
3.1.1 LMB box 
En este esquema el nodo solo reenvía el paquete 
cuando los nodos vecinos se encuentran dentro de 
la zona forwarding, que es el rectángulo mínimo 
Figura 1. Esquema LMB box
Fuente: tomada de [19].
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que contiene el origen del paquete geocast y la 
zona geocast. El esquema LMB box se presenta 
en la  gura 1.
3.1.2 LMB step
Como se muestra en la  gura 2, en este esque-
ma el nodo que recibe (A) solo reenvía el paquete 
cuando se encuentra más cerca, una distancia , 
del centro de la zona forwarding que el nodo que 
le envió (B) el paquete. De esta manera se trata 
de asegurar que en cada retransmisión el paquete 
esté más cerca de la región geocast.
3.2 GEOTORA
Como su nombre lo indica, está basado en el 
protocolo TORA y consiste en una variación de 
la versión anycast de TORA [22]. Se mantiene 
un único DAG (Directed Acyclic Graph) para 
todo el grupo geocast, con el  n de que cual-
quiera de los nodos que se encuentren en la zona 
geocast pueda servir como destino. El protoco-
lo realiza un envío anycast hacia un nodo de la 
zona geocast. Cuando el nodo recibe el paquete 
de anycast, se encarga de retransmitir en modo 
 ooding a todos los nodos que se encuentran en 
su zona geocast.
3.3 GAMER 
El protocolo GAMER (Geocast Adaptative Mesh 
Environment for Routing), propuesto en 2003 [23], 
es un protocolo geocast basado en la idea de crear 
rutas redundantes estructuradas con mallas hacia 
una zona geocast. Aunque responde en forma diná-
mica al cambio de la topología de la red y al tama-
ño de la zona forwarding, tiene como característica 
su baja respuesta en entornos de alta movilidad.
4. RESULTADOS
Como indicadores de rendimiento de la red se tie-
nen en cuenta:
 Porcentaje de éxito: es el porcentaje de pa-
quetes que llegan a su destino.
 Overhead: son los paquetes de control gene-
rados por cada protocolo.
 Retardo extremo a extremo: lapso necesario 
para que un paquete viaje de la fuente al des-
tino.
Para llevar a cabo la comparación se utiliza 
como herramienta el programa NS2, que permite 
plantear el uso de protocolos como el AODV y 
el LBM. Analizando los resultados obtenidos se 
observa que los protocolos reactivos presentan 
mejor desempeño para las redes VANETs. En re-
lación a los proactivos [6], [9], [15] - [17], [21] 
se observa que el protocolo AODV es el de mejor 
rendimiento entre los protocolos unicast por tiem-
po de respuesta y menor cantidad de paquetes 
perdidos. Por otra parte, una comparación de pro-
tocolos geocast realizada en trabajos anteriores 
[19], [21] dedujo que el protocolo LBM presenta 
mejores características que los anteriormente eva-
luados. 
Figura 2. Esquema LMB step
Fuente: tomado de [21].
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Los resultados de la comparación entre el proto-
colo AODV y el protocolo LBM en circuitos ur-
banos de alta y baja densidad se presentan en la 
 gura 3.
Como se puede observar en la  gura 3, la comu-
nicación se logra establecer antes de 4 segundos 
y se mantiene estable hasta el  nal del tiempo de 
simulación.
Figura 3. Troughput en nodo AODV
Fuente: elaboración propia.
Figura 4.  Comparacion entre paquetes recibidos y 
paquetes perdidos en AODV
Fuente: elaboración propia. 













































AODV 2 830 95,38 1 440 0,3161
LBM box 3 600 97,56 7 0,0117
LBM step 3 600 92,78 10 0,0134
Fuente: elaboración propia.














































AODV 1 665 97,6 462 0,2351
LBM box 3 600 17,54 9 0,0045
LBMstep 3 600 46,94 15 0,0330
Fuente: elaboración propia.
5. CONCLUSIONES
Como se puede observar, los protocolos LBM 
presentan un mayor porcentaje de éxito, menos 
overhead y un menor retardo en escenarios urba-
Numero Especial.indd 28.indd   114 13/08/2013   03:18:56 p.m.
Comparación de protocolos unicast y geocast para redes Vanets
GONZALO JIMÉNEZ PINTO / EDILBERTO FERNÁNDEZ SANTOS / JAIDER OSPINA NAVAS 
115
investigación
nos de alta densidad, mientras que en escenarios 
de baja densidad el protocolo AODV presenta un 
mayor porcentaje de éxito, aunque menor over-
head y mayor retardo. En general, se puede de-
cir que en el caso de escenarios de alta densidad 
los protocolos geocast tienen mejor rendimiento, 
mientras que en escenarios de baja densidad, de-
pende de lo que se busque y del escenario que se 
presente, se puede elegir o un protocolo rápido 
como un geocast o un protocolo con un alto por-
centaje de éxito como el protocolo AODV. 
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