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ABSTRAKT
Gjithëkush flet për eHealth këto ditë, por pak njerëz kanë dalë me një përkufizim të qartë
të këtijë termi relativisht të ri. Pak në përdorim para vitit 1999, ky term tani duket se
shërben si një fjalë e përgjithshme që përdoret për të karakterizuar jo vetëm "mjekësinë e
digjitalizuar", por gjithashtu pothuajse çdo gjë që lidhet me kompjuterët dhe mjekësinë.
Termi eHealth është krijuar dhe përdorur duke u bazuar në fjalët tjera “e-fjal” si për
shembull “e-commerce, e-business, e-mail”, me të cilen fjalë do të mund ti referoheshim
mundësive të reja që interneti po i hap në fushën e kujdesit mjekësor. Ky term përshkruan
të gjitha pajisjet që përdoren nga pacientët e ndryshëm për kujdes shëndetësor më praktik
dhe të saktë me anë të proceseve elektronike dhe komunikimit.
Për arsye se eHealth ka treguar rezultate të mira në shëndetësi për parandalimin e
sëmundjeve të ndryshme dhe gjetjen e tyre në fazat e para të zhvillimit, ka filluar të lindë
nevoja për pajisje të tilla edhe në Kosovë. Këto pajisje ruajnë të dhënat e pacientëve në
Cloud ku pastaj mjeku përgjegjës mund ti shikoj dhe të merr rezultatet që nevojiten. Të
dhënat pastaj mund edhe të grumbullohen dhe të analizohen që mjekët të mund të vijnë
me përfundime të ndryshme rreth sëmundjeve të caktuara se si ti parandalojnë ato, çka
është më efektive etj.
Unë në këtë punim diplome do ta marrë si rast studimi Kosovën dhe sëmundjet e
përgjithshme dhe do të studioj se si mund ti aplikojmë edhe ne këto sisteme, si do të
digjitalizojmë shërbimet e mjekësisë, si mund ti shfrytëzojmë platformat për monitorim
dhe sa mund ti sigurojmë ato të dhëna në rast të sulmeve kibernetike. Në fund do të
propozoj një sistem eHealth për menaxhimin e mjekëve dhe pacientëve që mund të
aplikohet në Kosovë.
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1. HYRJE

Cloud storage së bashku me shërbimet që ofron ajo për ruajtjen e të dhënave dhe sigurin e saj
është një industri e gjerë apo një grup i standardeve dhe mekanizmave për të siguruar cilësi të
lartë të performancës për aplikacione të ndryshme. Duke përdorur mekanizmat e QoS dhë
masat që duhet të ndërmarr për të ofruar siguri te nivelit te larte, administratorët e rrjetit mund
të përdorin në mënyrë efikase burimet ekzistuese dhe për të siguruar nivelin e kërkuar të
shërbimit pa mbikëqyrje të tepërt për zgjerimin ose mbi sigurimin në rrjetet e tyre që i përkasin.
Siguria ne Cloud Storage i referohet disa aspekteve të lidhura me atë si të telefonisë dhe rrjete
kompjuterike që lejojnë transportin e trafikut me kërkesa të veçanta. Në veçanti, teknologjia
më shumë është zhvilluar për të lejuar rrjetet kompjuterike të bëhen sa më të dobishme, sikurse
ato rrjetet telefonike për biseda audio si edhe për mbështetjen e aplikacioneve të reja që na
ofrohen.
Tradicionalisht, koncepti i cilësisë në rrjete do të thotë se i gjithë trafiku i rrjetit është trajtuar
në mënyrë të barabartë. Rezultati ishte se i gjithë trafiku i rrjetit është një përpjekje e mirë e
rrjetit, por pa garancionin e besueshmërisë, vonesën ose karakteristikat e tjera të performancës.
Në përpjekjen më të mirë të ofrimit të shërbimit, me një bandwidth të vetëm, aplikimi mund të
rezultojë në një performancë të dobët ose të papranueshme për të gjitha aplikacionet. Koncepti
i QoS-it është se disa kërkesa të disa aplikacione si dhe gjithashtu edhe përdoruesit janë më
kritik se të tjerët, që do të thotë se disa nga trafikujt kanë nevojë për trajtim preferencial.[15]
Routerët dhe Switchat operojnë në një bazë shumë të mirë të përpjekjeve. Këto pajisje janë më
pak të shtrenjta, më pak komplekse dhe më të shpejtë, dhe kështu ata konkurrojnë teknologjitë
më komplekse që i ofrohen mekanizmave të QoS.
Në Ethernet, rrjetet virtuale lokale ose VLAN, mund të përdoren për të ndarë nivele të
ndryshme të QoS. Për shembull, përmes fibrave optik switchat zakonisht ofrojnë disa porte
Ethernet lidhur me VLAN të ndryshëm.
Një VLAN mund të përdoret për qasje në Internet me prioritet të ulët si për shembull një për
IPTV (si prioritet i lartë) dhe një për atë të telefonisë IP (prioriteti më i lartë), në ofruesit e
shërbimeve të ndryshëm të internetit ne mund të përdorim VLAN të ndryshëm.
“Quality of Service” është një metodë për të garantuar një marrëdhënie të Bandwidth-it mes
kërkesave individuale apo protokolleve. Kjo është shumë e dobishme kur ju veni në pah lidhjen
tuaj në mënyrë që ju mund të lejoni çdo aplikim të suportojë disa gjerësi të brezave dhe kështu
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që asnjë kërkesë e vetme të mos i refuzohet një shërbim i caktuar. Kjo lejon për shembull, një
shkarkim të plotë me shpejtësi nëpërmjet File Transfer Protocol (FTP) pa shkaktuar pengesa
në një bisedë Voice Over IP (VOIP). Sa do që FTP-ja të ngadalësojë bandwidth-in kjo nuk
mund të manifeston ndonjë problem të shërbimi i VoIP, përderisa ne i kemi vendosur prioritetin
më të lart.[15]

Figura 1. Cloud-i [30]

Në rastet tona, ne kemi mundësi të shërbehemi në shume mënyra se ku të ruajmë të dhënat
tona, mirëpo në këtë punim do të fokusohemi më shumë te ruajtja e të dhënave, kryesisht ne
Data Center dhe Cloud Storage. Me tutje do te vazhdojmë me një shpjegim me te detajuar se
si i përdorim ato, çfarë funksioni kanë, cila përdoret vetëm përbrenda një kompanie dhe ka
qasje vetëm nga persona të autorizuar dhe cila përdoret edhe nga jashtë duke na u ofruar
mundësia për të ju qasur kudo që jemi. Një qendër e të dhënave (ose e quajtur si Datacenter)
është një depo e centralizuar, qoftë fizike apo virtuale, që shërben për ruajtjen, menaxhimin
dhe shpërndarjen e të dhënave dhe informatave të organizuara rreth një rrjeti të veçantë ose që
kanë të bëjnë me një biznes të veçantë. Një qendër e të dhënave ose qendra kompjuterike është
një stabiliment që përdoret për sistemet kompjuterike që ka të lidhur komponentë të ndryshëm
të tilla si telekomunikacionet dhe sistemet e ruajtjes. Ajo përgjithësisht përfshin furnizimet e
tepërta apo rezervë të energjisë, të dhëna të teperta komunikimet lidhjet, kontrollet mjedisore
(p.sh. ajër të kondicionuar, shuarje zjarri) si dhe pajisjeve të sigurisë [18].
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Figura 2. Cloud Storage [34]

Avantazhet e shërbimeve në Cloud:
•

Qasje në të dhëna gjatë gjithë kohës

•

Rikthim i menjëhershëm në rast të ndonjë fatkeqësie

•

Nuk nevojitet pajisje fizike për cloud

•

Zakonisht pagesat bëhen vetëm gjatë përdorimit

•

Ruan kohën e mirëmbajtjes dhe sigurimit të të dhënave

•

I lehtë për marrjen e më shumë hapësirave të nevojshme

•

Hapësirë e serverëve dhe ruajtje e të dhënave sa të jetë e nevojshme

•

Hapësirë shtesë në sistemet e ruajtjes, me më shumë se 12+ TB

•

Disk-to-disk backup kapacitete deri në 54% nga 100%

•

Reduktim i bandwidthit sipas kërkesave

•

Jashtë harduer biznieve

•

Ruajtje e shpenzimeve gjatë ndërprerjeve të punës

Disavantazhet e shërbimeve në Cloud:
•

Kontroll më pak në të dhënat e juaja
3

•

Varet nga pala e tretë për siguri dhe konfidencialitet në të dhënat ose informacionet

•

Të dhënat që rrinë për një kohë të gjatë dhe nuk përdoren, vetëm ngarkojnë hapësirën.

Gjithashtu është një hapësirë e dedikuar, ku kompanitë mund të mbajnë dhe të përdorin të
dhënat e tyre dhe të infrastrukturës që mbështesin biznesin e tyre. Për disa kompani kjo mund
të jetë një raft i pajisjeve, dhe për të tjerët kjo mund të jetë një kabinet (Room), e gjithë kjo në
varësi të shkallës së përdorimit dhe funksionimit të tyre. Qendrat e të dhënave mund të jetë në
shtëpi, të vendosura në objektin e vetë kompanisë, ose jepen për ruajtje në një vend të palës së
tretë.[18]
Cloud Storage është një model i ruajtjes së të dhënave në një rrjet online të cilat janë të
organizuara/menaxhuara në përgjithësi nga palët e treta. Kompanitë te cilat ofroje shërbime te
ueb-eve mundësojnë njerëzit që të kërkojnë të dhënat e tyre, që të blejnë ose edhe të marrin me
qira kapacitetin që u nevojitet atyre për ruajtje.
Operatorët në qendër të të dhënave, virtualizojnë burimet në përputhje me kërkesat e
konsumatorit dhe e vë ato si pishina të magazinimit të cilën klientët mund të përdorin vetë për
të ruajtur fotografi të dhënave ose objekte, ndërsa siguria e dosjeve varet nga faqet e internetit
hosting. Në Cloud, ne kemi mundësi të ndryshme të ofrimit të shërbimeve, në Cloud të
ndryshme, varësisht ndjeshmërisë se të dhënave. Cloud public, Cloud private apo Cloud
hyrbird janë disa prej llojeve të Cloud -ave përmes te cilave neve na ofrohen shërbime të
ndryshme varësisht kërkesave tona.

Figura 3. Cloud dhe tipet [33]
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Kemi tre modele kryesore të ruajtjes Cloud Storage:
1. Shërbimet publike të Cloud Storage, siç është Shërbimi Simple Amazon (S3 Storage),
për të siguruar një mjedis multi-qiramarrës që është më e përshtatshme për të dhënat
spontane.
2. Shërbimet private të Cloud storage sigurojnë një mjedis të dedikuar dhe të mbrojtur
prapa firewall-ëve të një organizate. Retë private janë të përshtatshme për përdoruesit
të cilët kanë nevojë për menaxhim dhe më shumë kontroll mbi të dhënat e tyre.
3. Shërbimet përmes Cloud hibrid është një kombinim i dy modeleve të me sipërme që
përfshin të paktën një re private dhe një infrastrukturë publike të re.[15]

Në figurën 4 paraqiten disa statistika një vjeçare nga kompanitë të cilat ofrojnë shërbime
përmes Cloud.

Figura 4. Statistikat një vjeçare e disa kompanive [35]

Në kapitullin e dytë është shqyrtuar literaturë aktuale dhe hulumtimet ekzistuese, ku në
literaturën aktuale jemi munduar që të gjejmë material sa më të freskëta dhe të jemi në dijeni
me punën dhe zhvillimin e Cloud Storage-ave.
Në kapitullin në vazhdim që është kapitulli i tretë për Standardet, kemi gjetur shumë standarde
të ndryshme që kanë lidhje me sistemimin e ruajtjes, menaxhimit dhe ruajtjes të të dhënave nga
vende të ndryshme. Kryesisht ne i kemi marruar standardet e ISO-s, por nuk duhet anashkaluar
edhe standardet tjera.
Tek kapitulli i katërt e kemi Metodologjinë e hulumtimit ku është përcaktuar metodat që janë
përdorur për objektiva të caktuara, dhe si kemi arritur deri te matja e këtyre objektivave.
5

Në kapitullin e pestë është Dizajnimi i Cloud Storage, mund të shihet dizajni i topologjisë, ku
e kemi paraqitur edhe figurën e topologjisë, dhe në bazë të figurës mund të shihet renditja e
pajisjeve, kabllot lidhëse, sistemimi e shumë gjëra të tjera që kanë të bëjnë me Dizajnin dhe
topologjinë e një Cloud Storage.
Kapitulli i gjashtë është Rezultatet dhe Simulimet ku në këtë rast i kemi të paraqitura tri raste
specifike në kapituj të ndryshëm. Secili Rezultat dallon nga njeri tjetri nga shumë pikëpamje,
mënyra e organizimit, inicimit të shërbimit, funksionimi dhe diagramet e punës së pajisjeve të
paraqitura në këtë topologji.
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2. SHYQRTIMI I LITERATURËS
Në ditët e sotme në përgjithësi interneti është me i stabilizuar dhe siguron shërbime të
ndryshme. Trafiku brenda infrastrukturës së internetit ofrohet varësisht kapaciteteve që na
ofrohen nga provajder të ndryshëm. Në shumicën e rasteve nuk kemi shërbime të tilla ku
garancioni i ofruar nga provajder të ndryshëm është respektuar, duke krijuar një pasiguri se sa
do të punojë efektshëm ai rrjet ose sa është i gatshëm gjatë tërë kohës për ofrimin e
shërbimeve[1,15].
Web Shërbimet në teknologji kanë gjeneruar një interes shumë të madh, por shkalla e saj dhe
miratimi kanë qenë të ngadalshëm. Në këtë punim ne propozojmë një model të ri të shërbimeve
të internetit si zbulim në të cilin kërkesat funksionale dhe jo-funksionale (d.m.th. cilësia e
shërbimeve) janë marrë parasysh për zbulimin e shërbimit dhe kualitetin e tij.[1]
Gjatë disa viteve të fundit ka pasur një sasi të konsiderueshme të hulumtimit në fushën e cilësisë
së Kualitetit të shërbimeve. Deri më sot, shumica e punës ka qenë brenda kontekstit të shtresave
individuale të tilla si për platformën arkitektonike të sistemit që shpërndahet, sistemit operativ,
nënsistemit të transportit dhe shtresat e rrjetit. Shumë pak progres është bërë në trajtimin e
çështjes së mbështetjes së përgjithshme end-to-end qasjes për komunikime multimediale
[1,15].
Në njohjen e kësaj, një numër i ekipeve kërkimore kanë propozuar zhvillimin e arkitekturave
të cilat përfshijnë konfigurimet në interfacat e QoS-it dhe kontrollin e QoS-it duke nxitur dhe
mekanizmat e menaxhimit në të gjitha shtresat e arkitektonike. Ne jemi munduar që të marrim
dhe të paraqesim QoS terminologjinë dhe një kornizë të QoS për të kuptuar dhe diskutuar në
kontekstin e sistemeve të shpërndara multimediale.[1]
Një vëzhgim i rëndësishëm është se për aplikimet që mbështeten në transferimin e të dhënave
multimediale dhe në veçanti, flukset e vazhdueshme të medias, janë thelbësore që QoS-i është
i konfigurueshëm, dhe me një sistem të parashikueshëm me një përmbajtje të gjerë, duke
përfshirë edhe end-sistemin, si dhe pajisjet e nënsistemit të komunikimit dhe rrjetet. Për më
tepër, ajo është gjithashtu e rëndësishme që të gjitha end-to-end elementeve t’iu shpërndajë
punën dhe qasjen në përgjithësi për të arritur nivelin e dëshiruar në sjelljen e aplikimit [1,16].
Deri më sot, shumica e zhvillimeve në fushën e sigurisë për Cloud storage kanë ndodhur në
kontekstin e komponenteve individuale arkitekturore. Shumë pak progres është bërë në
trajtimin e çështjes së një arkitekture të përgjithshme të QoS për komunikime multimediale.
7

Në end-sisteme, progresi është bërë në fushat e caktimit si sinkronizimi dhe mbështetja e
transportit [2,15].

Figura 5. Cloud Aplikacionet [32]

Në rrjete ne kemi hulumtuar dhe jemi përqendruar në ofrimin e modeleve të përshtatshme në
komunikacion dhe disiplinat e shërbimit, si dhe kontrollin e duhur dhe protokollet e pranimit
të rezervimit të burimeve. Megjithatë, QoS është I adresuar nga pikëpamja e një ofruesi të parë
dhe analizon performancën e rrjetit, duke dështuar tërësisht për të adresuar nevojat e cilësisë
së aplikacioneve. Deri në kohët e fundit, ka pasur pak punë në mbështetjen QoS-it në platformat
e sistemeve të shpërndara.[2]
Që nga aplikimet e ndryshme për shembull, telefoni, e-maili dhe të mbikëqyrja e videove, që
janë duke përdorur të njëjtin rrjet dhe të njëjtat IP, ekziston nevoja për të kontrolluar se si
burimet e rrjetit janë të përbashkëta për të përmbushur kërkesat e secilit shërbim. Një zgjidhje
është që të lejojmë rrugët(routs) dhe çelsin e rrjetit të veprojë ndryshe në lloje të ndryshme të
shërbimeve si (zëri, të dhënat, dhe videot), dhe si trafiku kalon përmes rrjetit. Duke përdorur
Cilësinë e shërbimit, aplikacionet e ndryshme të rrjetit mund të bashkë-ekzistojnë në të njëjtin
rrjet pa e konsumuar bandwidthin e njëri-tjetrit [8,17] .
Termi Cilësia e Shërbimit, i referohet një numri të teknologjive të tilla si Shërbimi Codepoint
i Diferencuar (DSCP), të cilat mund të identifikojnë llojin e të dhënave në një pako të të
dhënave dhe kështu ndajnë pakot në klasa të trafikut që mund të jenë prioritet për
dërgesa(përcjellje).[8]
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Përfitimet kryesore të një rrjeti QoS, vetëdijshëm përfshijnë aftësinë për prioritizimin e trafikut
që të lejojë flukset kritike për të shërbyer para flukseve me prioritet më të vogël, dhe
besueshmërinë më të madhe në një rrjet duke kontrolluar sasinë e bandwidthit, ndërsa në një
aplikim mund të përdorni edhe një kontrollues të Bandwidthit ndërmjet aplikacioneve. Trafiku
PTZ, e cila është konsideruar shpesh si kritike dhe kërkon një zhvillim të ulët, është një rast
tipik ku QoS mund të përdoret për të garantuar përgjigjet e shpejta ndaj kërkesave të lëvizjes
[13,15].

2.1 Cloudi Publik
Cloudi publik është infrastruktura e re që është bërë në dispozicion për publikun e gjerë ose një
grup i madh industrish që komunikojnë dhe ofrojnë shërbime përmes një ofrues të shërbimit
(cloudi). Ofruesit e shërbimeve publike Cloud zakonisht posedojnë dhe veprojnë me
infrastrukturën ku do të ofrojnë qasje vetëm përmes internetit.
Shqetësimet e ofruesve publik të cloudit që janë të adresuar për infrastrukturën fizike janë:
Zbatimin e shpejtë për të akomoduar rritjen e shpejtë - Si do të modernizojnë procesin e
hartimit, duhet sa më shumë të kemi specifikime, si dhe të instalojmë dhe të menaxhojmë
infrastrukturën fizike.

2.2 Cloudi Privat
Cloudi privat është infrastruktura e re që është operuar vetëm për një organizatë të vetme.
Organizatat mund të kenë qasje në informatat nga burimet e saj të brendshme, nëse menaxhohet
nga brenda apo nga një palë e tretë. Dy lloje të zakonshme të cloudeve private janë integruar
në rafte dhe me porosi.
•

Rafti i integruar – një konfigurim i cili përfshinë të gjithë infrastrukturën e nevojshme
fizike, të rrjetit të shkallëzuar, të magazinimit dhe që llogaritin burime së bashku me
Operating System, aplikimi, dhe një platformë të menaxhimit që para-testohen për
performancën e tyre.

•

Cloud Custom(i porositur) – Është një qasje modulare që lejon organizatat për të
ndërtuar infrastruktura Cloud në idisa rritje të vogla, duke shtuar kapacitetin kur është e
nevojshme.
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Kjo zakonisht përfshinë software të rrjetit dhe të menaxhimi të vendoset në një plan urbanistik
të qendrës së të dhënave tradicionale.
Disa shqetësime dhe pyetje që duhet ti bëjmë rreth qasjeve të ndryshme në clod që duhet të
adresohen për infrastrukturën fizike, kur emigrojnë në një Cloud privat janë:
Serverët dhe Rrjeti i bandwidthit - Çfarë kërkon Virtualizimi që të zhvillohet në shpejtësi dhe
bandwidth në rrjetit tuaj? Si do të arrijnë deri në tre herë më shumë kabllot në secilin kabinet
në rrugët që ne kemi paraparë?
Për Fuqinë dhe ftohjen - Çfarë hapa jeni duke marrë për të rritur efikasitetin e ftohjes e të
dhënave të qendrës suaj? A keni iniciativa për të përmirësuar APU tuaj dhe do të thotë kohë në
mes dështimeve (KAB)?

2.3 Qendra e të dhënave dhe Menaxhimi i Serverëve
Të dhënat e ITS Center ofron një shpejtësi të lartë të rrjetit mes objekteve, siguri(firewall),
kontrollimin e energjisë elektrike, furnizimi të pandërprerë me energji elektrike, kontrollin e
klimës, rack-at dhe kompjuterët, sistemin e monitorimit, tastierë të largët, dhe backup/recovery.
ITS Data Center ofron edhe këto mundësi mes objekteve të ndryshme si: Operacionet për
mbikëqyrjen e këtyre objekteve, procese qeverisëse dhe pajisje që të mbajnë një strukturë të
sigurt me kushte të qëndrueshme mjedisore [13,16].
Prej këtyre objekteve ITS ofron një numër shërbimesh ose disa seleksionime:
•

Kontrolli i Prodhimit dhe Shërbimet për Caktimin e Kompanive (Production Control
and Enterprise Scheduling Services)

•

Ofertat e ITS-it për të menaxhuar paraqitjen e shërbimeve, planifikimin, ekzekutimin,
dhe shpërndarjen e prodhimit të mainframe dhe tjetri ITS merret me menaxhimin e
aplikacioneve dhe platformat e shpërnarjes së kompanive në mjedise.

•

Qendra e të dhënave në Shërbimet Co-Location

•

ITS-i qendrës së të dhënave i ofron hapësirë, rrjet, energji të mjaftueshme(të tepërt) dhe
ftohje për konsumatorëve të Co-Location për misionet në sistemet kritike dhe të artyre
jo-kritike.

•

Shërbimet Hosting

•

ITS ofron Server hosting dhe shërbime virtuale të administrates, Unix-in, dhe platformat
e Windows-it. [13]
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Quality of Service (QoS) është një grup i teknologjive për menaxhimin e trafikut të rrjetit në
një mënyrë me kosto efektive për të rritur përvojën për përdoruesit në shtëpi dhe mjedise të
ndërmarrjeve. QoS teknologjive ju lejojnë për të matur Bandwidthin, të zbulojnë ndryshimin e
kushteve të rrjetit (të tilla si mbingarkesën e trafikut ose disponueshmërinë e Bandwidthit), ose
uljen, dobësimin apo bllokimin e trafikut[5,15].
Për shembull, teknologjitë QoS mund të aplikohen për prioritizimin e trafikut për vonesat në
aplikime të ndjeshme (si zëri apo video) dhe për të kontrolluar ndikimin e vonesave të
pavëmendshme të trafikut (si transferimi i të dhënave te pjesa më e madhe) [5,17].

Data Center Bridging (DCB) është një komplet(përcjellje) e Institutit të Elektrikes dhe
Inxhinierëve Elektronik (IEEE) të standardeve që mundësojnë pëlhura të bashkuara në qendër
të të dhënave, ku të dhënat, të dhënat e rrjetit, dhe menaxhimit i trafikut të gjithë ndajnë të
njëjtën infrastructure të rrjetit Ethernet. DCB ofron hardware të vendosur ku I cili bënë ndarjen
e bandwidthit për një lloj të veçantë të trafikut Ethernet dhe rrit besueshmërinë e transportit me
përdorimin ku prioritetet bazohen në kontrollin e rrjedhjes [5,16].

Figura 6. Cloud dhe Server-ët [31]

Cilësitë e shërbimeve të teknologjive janë të destinuara për të trajtuar shërbimet që I ofron
Bandwidthi në mënyrë të plotë, ku për shembull data-compression nuk mund të kryejnë atë
funksion, që i bie se ofrimi i atyre shërbimeve në kohë është i garantuar në aplikacione të
veçanta apo burime për një destinacion të veçantë apo destinacione të shumta[6,18].
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QoS Avantazhet:
•

Garanton Bandwidth për aplikacione që përdorin çelës dhe për përdoruesit.

•

Mund të ndalojnë nevojën për infrastrukturë të rrjetit të shpejtë.

•

Mund të ndihmojë në planifikimin e rrjetit dhe matjen në menaxhimin e fluksit të
trafikut.

Qos Disavantazhet:
•

Menaxhimi i paketave në software janë një domosdoshmëri për të shmangur sfidat
komplekse të konfigurimit.

•

Implementimi mund të kërkojë që të shkëmbejnë edhe nga disa të dhëna të vjetra.

•

Mund të krijojë probleme politike se kush ka QoS më të mirë dhe kush e kontrollon atë.

Prodhuesit që mbështesin një shumëllojshmëri të teknologjive sigurojnë cilësinë e shërbimit
për:
Standardet IEEE 802.1P dhe 802.1Q
•

Mbështetje në cilësinë e shërbimit në Layer 2.

•

Si edhe 802.1P ofron për tetë klasa të trafikut të nxjerra nga fushat prioritare në
etiketimet e bëra në 802.1Q VLAN.

Shërbimet e diferencuara
•

Mbështet cilësinë e shërbimit në Layer 3.

•

Ofron deri në 64 prioritete të shërbimeve.

Lloji i shërbimit
•

Mbështet cilësinë e shërbimit në Layer 3.

•

Mbështet tetë(të gjitha) nivelet e prioritetit.[6]

2.4 Përshkrimi i cilësisë së shërbimeve(QoS)
Cilësia e Shërbimit gjatë hulumtimit ka qenë një zonë aktive kërkimore për disa fusha të gjëra.
Termi "Cilësia e shërbimit" është përdorur për të shprehur jo funksionalizimin dhe kërkesat për
fusha të ndryshme të shërbimeve. Ka disa përpjekje kërkimore në definimin e QoS në sistemet

12

e shpërndara. Interesat e tyre janë kryesisht se si për të shprehur QoS-in në një sistem, dhe se
si këto kërkesa të futen dhe menaxhohen nga burimet për të përmbushur kërkesat e QoS-it.[3]
Ka shumë aspekte të QoS-it të rëndësishëm për shërbime në Webfaqe. Ne jemi duke filluar të
organizojmë disa nga ato në kategori. Çdo kategori ka nevojë që të ketë një sërë të parametrave
sasiorë apo të matjeve. Kërkime të mëtejshme janë të nevojshëm në këtë fushë. Për qëllime
ilustrimi, kategoritë janë definuar këtu, ata përshkruhen shkurtimisht, duke pasur edhe disa
pyetje si një shembull për të treguar se çfarë QoS-i në veçanti mund të trajtojë. Për të lehtësuar
përshkrimin, kategoritë janë grupuar në lloje të ndryshme, dmth QoS lidhur me runtime,
mbështetje të transaksionit, menaxhimin e konfigurimit të kostos dhe sigurisë.[15]

2.5 Dizajnimit të një qendre për të menaxhuar të dhënat
Dizajni i mirë dhe zbatimi i tij i siguron një përfitim i rëndësishëm për shpenzimet operative.
Kjo është kritike për të menaxhuar të dyja si shpenzimet kapitale dhe operative për afate të
gjata, siç është treguar në figurën 2.

Figura 7. Shpenzimet operative [36]
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Një mënyrë për të përmirësuar qeverisjen e investimeve është për të vlerësuar se cilat
komponente teknologjike do të kushtojnë më pak për të blerë, kundrejt atyre të cilat do të
kushtojnë më pak për të vepruar gjatë periudhës kohore për 15-20 vite të qendrës së të dhënave,
siç tregohet në Figurën 3. Blerja më pak të shtrenjtë të pajisje nuk ka gjithmonë përparësi ose
të vejë në barazi për zgjedhjen më efektive, marrja e teknologjisë dhe ujdive te shitësit është
kritike, por në qoftë se vendimmarrësit janë vetëm duke marrë në konsideratë kostot kapitale,
shpenzimet afatgjata dhe ato operative atëherë mund edhe të neglizhohet. Në një vlerësim që
kemi gjetur gjatë kërkimit ishte te IBM-I ku kishte gjetur se pajisjet e kostove të ndryshme
gjerësisht, dhe madhësia e investimeve kapitale nuk kanë gjithmonë të njëjtën kosto të
shpenzimeve operative gjatë një periudhe dhjetë-vjeçare.

Figura 8. Analiza e kompanisë IBM rreth çmimeve për tre prodhues të ndryshëm [36]

2.5.1 Përfitimet e Planifikimit të Infrastrukturës
Përfitimet kryesore të zgjidhjeve që të ndihmojnë në përgatitjen e infrastrukturës për vendosjen
e Cloud përfshijnë reduktimet ose ndërprerjet e paplanifikuara dhe kostot e menaxhimit të
infrastrukturës, të cilat rrisin kohën në dispozicion për aktivitete strategjike dhe për të siguruar
shpërndarje të shpejtë. Përfitime të tjera përfshijnë kompleksitetin e zvogëluar të
infrastrukturës, kontrollin më të mirë të sistemeve të operimit, besimin dhe stabilitetin e
përmirësuar në 1 Layer(shtresë) dhe një proces i dokumentuar dhe miratuar për raste të
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dorëzimit. Shkallëzimi dhe shfrytëzimi i përmirësuar i kapacitetit janë edhe përfitimet kryesore
për vendosjen e Cloud-ëve më efektiv.[14]
Një studim i kohëve të fundit i Zyrtarëve Kryesore të Informacionit (CIO) tregon se 92%
mendojnë se ndërprerjet e paplanifikuara janë minimizuar dhe është kritike ose shumë e
rëndësishme kur përgatisim infrastrukturën e organizimit të tyre për vendosjen e Cloud privat
ose atë hibrid. Kur u pyetën për të reduktuar kostot e menaxhimit të infrastrukturës, 89%
mendojnë se është gjithashtu shumë e rëndësishme.[15]

Teknologjitë e avancuara të dislokuara në një arkitekturë tradicionale mund të çojnë në rritjen
e kompleksitetit dhe të lënë sistemet kritike të prekshme për gabimet e tyre. Kjo çon në uljen e
produktivitetit, ose që të humbim klientët dhe do të ketë një ndikim negativ në linjë fundore.
Kostot më të ulëta. Si shembull Panduit dhe IBM përdorin metodologji të provuara më parë
dhe praktikat më të mira globale për të siguruar zgjidhje që lejojnë ndërmarrjet që plotësisht të
zvogëlojnë shpenzimet. Ku kjo përqasje i lejon menaxherët që të shkurtojnë kohën e të dhënave
dhe të zbatimit të kostove duke hequr komplikimet dhe dhënien e zgjidhjeve të inxhinierëve
duke testuar dhe vërtetuar për aplikimet e teknologjisë IBM. Si rezultat, dislokimi i Cloud
mund të zgjedh pasuritë e patundshme, për të përmirësuar efikasitetin e energjisë, dhe për të
reduktuar kompleksitetin.[16]

2.5.2 Karakteristikat e rëndësishme për vendosjen e suksesit në infrastrukturën fizike
Ka shumë karakteristika të veçanta në një zgjidhje të infrastrukturës fizike që janë të
rëndësishme për ecurinë e suksesshme të cloudit:
•

Shkathtësitë - shton dhe ndryshimet për fleksibilitet dhe menaxhimin e kapaciteteve

•

Qëndrueshmëria - përdorimin maksimumin e pasurive të patundshme dhe fuqinë e
zgjedhjes dhe të efikasitetit të ftohjes

•

Dukshmëria - të ruajnë kontrollin e të dhënave në proces dhe në kohë reale si dhe të
shikohet në besueshmërinë e rrjetit, dhe bandwidthin.
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2.6 Cloud-i dhe Qendra e të dhënave
Kur vendoset infrastruktura e re në qendrat e të dhënave, është e rëndësishme për të kuptuar se
një Cloud qendër e të dhënave duhet të jetë në gjendje për të hedhur themelet për një mjedis të
suksesshëm virtual, dhe të jetë një komponent kyç i cloudit. Kjo kërkon një qendër të dhënave
që të ketë aftësinë për të trajtuar tensionet operative që ndodhin si pasojë e re me bazë të
aplikimeve. Cloud Computing ndryshon peizazhin e qendrës së të dhënave tradicionale duke
transformuar mënyrën se si bizneset përpunojnë informacionin dhe për të menaxhuar IT
infrastrukturën e tyre [15,16].
Për shembull, një zbatim i suksesshëm dhe integrimi i një qendre të Cloudit, të dhënave iu lejon
një organizatë të përqendrohet në thelbin e biznesit në vendet e pasura për të planifikuar ose të
menaxhojnë burimet e tyre. Ajo mund të kërkojë server më pak, e cila redukton shpenzimet
kapitale dhe është një mënyrë efektive për të përmirësuar shkathtësitë, shkallët, dhe
qëndrueshmërinë. Përveç kësaj, Cloud lejon për vendosjen më të shpejtë, ruajtjen dhe
përmirësimin e qasjes së të dhënave, ku të cilat të gjithnjë kontribuojnë në një qendër të
optimizuar të të dhënave [14,16].
Një qendër e të dhënave është e përbërë nga tre seksione kryesore:
•

Llogaritjen - Zona e Shpërndarjes së Pajisje (EDA)

•

Rrjeti - Zona Main e Shpërndarjes (MDA)

•

Ruajtja - Storage Area Network (SAN)
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Figura 9. Qendra e të dhënave dhe plani i tij.[36]

2.6.1 Fuqia dhe ftohja e vendosjes së Cloud-it
Pasi në dizajnin fizik infrastruktura është e përcaktuar, gjithashtu edhe fuqia e ftohjes, dhe
hapësira. Vendosja unike e një pirgu të integruar në një Cloud në qendër të dhënave kërkon
konsideratë të veçantë për pushtet që e harton ftohjen. ISO 21247:2005 siguron kërkesat për
metodat e pranimit në metoda alternative të propozuara nga furnizuesi. Këto metoda alternative
do të bazohen në krijimin dhe zbatimin e një parandalimi të brendshëm bazuar në sistemin e
menaxhimit të cilësisë si një mjet për të siguruar që të gjitha produktet në përputhje me kërkesat
e specifikuara nga kontrata dhe specifikimet dhe standardet shoqëruese. ISO 8913:2006
specifikon kërkesat për PTFE për përdorim gete në sistemet hidraulike në temperatura mes 55 ° C dhe 204 ° C (- 65 ° F dhe 400 ° F), dhe në një presion minimal deri në 3 000 psi (20 684
kPa) ose 21 000 kPa (3 046 psi). Këto gete janë gjithashtu të përshtatshme për përdorim brenda
në të njëjtën temperaturë dhe kufizimet në sistemet pneumatike, ku disa nga gypat e difuzionit
të gazit mund të tolerohen përmes murit në astar PTFE. Përdorimi i këtyre gete në presion të
lartë tek data storage me sistemet që përdorin pneumatik nuk është i rekomanduar. Përveç
kësaj, instalimet në të cilën limitet e specifikuar ne ISO 8913:2006 janë tejkaluar, ose në të
cilën aplikimi nuk është i mbuluar specifikisht me ISO 8913:2006, për shembull për oksigjen,
janë subjekte të miratimit te blerësi.
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2.6.2 Fuqia
Kërkesat e fuqisë dhe densiteti ku në vendosje diktojnë tensionin dhe fuqinë e sistemit të
shpërndarjes së energjisë elektrike. Dy fushat kryesore që kontribuojnë në mbajtje.
Balancimi energjisë - Ky balancimin arrihet duke marrë shortin maksimal aktual të çdo pajisje
të instaluar në kabinet nga fletët e të dhënave të prodhuesit, pra atëherë llogarisin totalin për të
gjithë kabinetet. Në balancimin e pushtetit gjithashtu përfshihet edhe shpërndarja midis
qarqeve dhe të fazave.

Figura 10. Pamja e një renditje të saktë të paisjeve në një shteg.[36]

2.6.3 Ftohësi
Ftohja e duhur mban të gjitha pajisjet e IT-së që kanë funksion të mirë, duke siguruar nivele të
larta të aplikimit. Për ftohje dhe efikasitet maksimal, dizajni i qendrës së të dhënave duhet
parandaluar nga vizatimi i pajisjeve të ajrit të nxehtë. Kjo mund të arrihet duke shfrytëzuar
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praktikat më të mira dhe të provuara të projektimit duke përdorur teknologjitë më të efektshme
passive të ftohjes plotësohet me strategji praktike dhe aktive të ftohjes. Brenda kabinetit, kur
ajri i nxehtë kthehet lart ose më poshtë te pajisjet dhe të kthehet në konsum, ekziston mundësia
që të shkarkohet ajri i nxehtë dhe të riciklohet në futje të pajisjeve të ajrit. Kur përdorni një
pirg të integruar me një kabinet me shumë përdorim, të siguruar që ju keni arritjen totale në
mes të ndarjes së nxehtë dhe asaj të ftohtë të ajrit për të parandaluar nxehjen e ajrit atëherë ri
qarkullimi e shterë atë. Për të adresuar këtë situatë, Panduit e Net-Access ™ kabinetet janë
përmirësuar deri në 20%, duke optimizuar dhe duke bërë ndarje të nxehtë dhe të ftohtë të ajrit,
duke rezultuar në më shumë se $ 800 të kursimit të energjisë për kabinetet.[14]
Shtimi i Panduit përmban ku sistemi ndanë ajrin e nxehtë nga ajri i ftohtë dhe rrugës e shterë
atë të nxehtin direkt nga kabineti. Kjo e eliminon ri qarkullimin e ajrit të nxehtë me fole të
kabinetit dhe rezultatet në efikasitetin e ftohjes janë të konsiderueshme dhe kemi reduktim të
kostos së energjisë që lejon qendrat e të dhënave për të vepruar në temperatura të larta dhe shih
se si bëhet furnizimi i ajrit në figurën në vazhdim.

Figura 11. Pamja e temperaturës brenda një shtegu.[36]

2.6.4 Sistemet e kabllove
Në një qendër të të dhënave, fibrat dhe bakri janë sistemet primare kabllove. Lëvizja për
virtualizimin e serverëve për të mbështetur Publik Cloud dhe ato Private është bërë një kërkesë
për lidhjet Bandwidthit të lartë dhe për kapacitetet më të mëdha të rrjetit. Sistemet kanë pasur
nevojë për shkallë të shpejt dhe të mbështesin implementimin e pajisjeve të reja. Infrastrukturat
fizike të Panduit për sistemet Cloud janë të gatshme dhe përfshijnë fibër të plotë të sistemeve
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të bakrit, ku kabllot ofrojnë lehtësi në vendosje dhe testohet performanca për të siguruar
besueshmërinë, disponueshmërisë dhe shkallën e lejuar të transporit.[14]

2.6.5 Fibrat Optik
Panduit është ofruesi kryesor i performancave të larta të Bandwidthit me fibër optik. Këto
kabllo shfaqin sistemet e humbjes së lidhjes ulët dhe atë të lartë të performancës për fleksibilitet
të shtuar, performancën dhe shakllën e lejuar, duke siguruar kosto më të ulët totale të pronësisë
dhe kthimin mbi investimin më të madh. Panduit zakonisht përdorë tranzicionin nga 10 Gb / s
Ethernet 40/100 GB / s rrjeteve Ethernet.

2.6.6 Kablli i Bakrit
Panduit gjithashtu ofron zgjidhje të bakrit për aplikacionet kritike për qendrat e të dhënave që
të strehojnë, magazinojnë, dhe të llogaritin kërkesat e rrjeteve.. Përdorimi I lidhjes së bakrit për
1/10/40G Ethernet, Panduit ofron kabllo zgjidhje të përshtatshme për konfigurime të ndryshme.

2.7 Standardet
ISO / IEC 17826:2012 specifikon Interface-at për të hyrë në Cloud storage dhe për të
menaxhuar të dhënat e ruajtura aty. Si dhe është e aplikueshme për zhvilluesit të cilët janë duke
zbatuar ose duke përdorur Cloud storage.
ISO / IEC 14496-15:2010 mundëson AVC, SVC MVC dhe video streams për:
•

Të përdoret në lidhje me other media streams, të tilla si audio

•

Të jetë i gatshëm(në gjendje) për ofrimin e një serveri streaming, duke përdorur gjurmët
e të dhënave(hint)

ISO 17370:2013 specifikon një metodë për të krijuar pajtueshmërinë midis transportuesve të
të dhënave të ndryshme të tilla si simbole lineare, simbolet dy-dimensionale dhe RFID. Në
veçanti ajo:
•

Specifikon marrëdhënien e standardeve të ndryshme globale në lidhje me zinxhirin e
furnizimit

•

Ilustron lloje të të dhënave dhe strukturave në rrjetin zingjirorë të furnizimit layered
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•

Specifikon menaxhimin e numrave serik në menaxhimin e zinxhirit të furnizimit

•

Specifikon ruajtjen e të dhënave mbi emrat e transportuesve

•

Specifikon vëllimin e kërkuar të të dhënave për secilin bartës të të dhënave

•

Specifikon strukturën e të dhënave në mes të transportuesit të dhënave dhe Reader

•

Përcakton strukturën e të dhënave midis kompjuterit dhe lexuesit(shikuesit)

•

Ilustron transportuesit më kompleks të të dhënave (media rewritable hybrid)

ISO / IEC 9594-8:2008 adreson disa nga kërkesat e sigurisë në zonat e legalizimit dhe
shërbimet e tjera të sigurisë nëpërmjet ofrimit të një sërë kornizave dhe shërbime të plota mbi
të cilat mund të jenë të bazuara në mënyrë të veçantë, ajo përcakton kornizat për:
•

Public-key certificates

•

Attribute certificates

•

Authentication services

ISO 19901-3:2010 përmban kërkesat për, udhëzim dhe informacione mbi, aspektet e
mëposhtme të strukturave Topsides:
•

Projektimin, trillimin, instalimin dhe modifikimin

•

Në shërbim të inspektimit dhe të menaxhimit të integritetit strukturorë

•

Vlerësimin e strukturave Topsides ekzistuese

•

Ripërdorimin

•

Çmontimin, heqjen dhe asgjësimin

•

Parandalimin, kontrollimin dhe vlerësimin mbi zjarrin, eksplodimet dhe ngjarjeve të
tjera aksidentale.

Domenet mbështeten nga ISO 27001 duke përfshirë:
•

Dëftesat e Sigurisë

•

Organizimi i sigurisë së informacionit

•

Menaxhimi i Aseteve

•

Burimet njerëzore të sigurisë

•

Siguria fizike dhe mjedisore

•

Komunikimi dhe administrimi i operacioneve

•

Qasja e kontrollit

•

Sistemet e Informacionit të blerjes, zhvillimin dhe mirëmbajtjen

•

Menaxhimin e informacionit të sigurisë në incident

•

Menaxhimi i Biznesit ose Vazhdimësia
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•

Pajtueshmërisë rregullatore

ISO 27001 dhe 7510 NEN janë siguria e fokusuar. Kur Cloud shërbimet janë gjetur, aty kemi
edhe disa elemente të tjera që konsumatorët duhet të mendojnë ose marrin mendime rreth saj.
Elementi i quajtur outsourcing në Cloud luan një rol të rëndësishëm në këtë. Një shtresë e
infrastrukturës tuaj do të dorëzohet nga cilado palë e jashtme dhe kjo rezulton në elementet
shtesë që duhet të mbulohen. Një faktor tjetër që është e natyrshme për një Cloud publik është
multi-tennancy. Që lidhet me pasiguritë dhe lidhen me ndarjen e infrastrukturës në mes të
konsumatorëve të ndryshëm.
Në mënyrë për të kontrolluar këto rreziqe outsourcing dhe multi-tennacy ne kemi krijuar
CloudControls së bashku me KPMG dhe disa pjesë të tjera. CloudControls përbëhet nga 43
kontrollera që mund të auditohen si të pavarur ose si shtojcë e ISO 27001.
ISO 21247:2005 siguron kërkesat për metodat e pranimit në metoda alternative të propozuara
nga furnizuesi. Këto metoda alternative do të bazohen në krijimin dhe zbatimin e një
parandalimi të brendshëm bazuar në sistemin e menaxhimit të cilësisë si një mjet për të siguruar
që të gjitha produktet në përputhje me kërkesat e specifikuara nga kontrata dhe specifikimet
dhe standardet shoqëruese. ISO 21247:2005, kur të citohet në kontratë, është i aplikueshëm për
furnizuesit dhe shtrihet për nënkontraktorët apo shitësit. Atëherë planet e cilësisë janë që të
zbatohet siç është specifikuar në dokumentet e kontratës, dhe pranuesit mund të paraqitet për
pranim në qoftë se kërkesat e ISO 21247:2005 janë plotësuar. Sistemet e mostrimit dhe
procedurat në ISO 21247:2005 janë të zbatueshme, kur është e përshtatshme për të vlerësuar
konformitetin me kërkesat e artikujve përfundimtare siç janë

përbërësit apo materialet

themelore, operacione apo shërbimet, materialet në proces, furnizimet në ruajtje, operacionet e
mirëmbajtjes, të dhënat, procedurat administrative.
ISO 14816:2005 krijon një strukturë të përbashkët të të dhënave si kornizë për identifikim të
qartë në RTTT / sistemet e saj. Ajo përjashton çdo aspekt fizik të tilla si ato të ndërfaqeve. Ajo
nuk është frekuenca që lidhet në ndërfaqe ajrore si protokoll specifik.
TR ISO 8550-1:2007 është shkruar kryesisht në aspektin e prodhimit dhe të procesimit, kjo
duhet të interpretohet lirisht, pasi ajo është e aplikueshme për zgjedhjen e sistemeve të
shabllimit(shabllon), si dhe skemat dhe planet për të gjitha llojet e produkteve dhe proceseve,
siç përcaktohet në ISO 9000 .
ISO 8913:2006 specifikon kërkesat për PTFE për përdorim gete në sistemet hidraulike në
temperatura mes - 55 ° C dhe 204 ° C (- 65 ° F dhe 400 ° F), dhe në një presion minimal deri
në 3 000 psi (20 684 kPa) ose 21 000 kPa (3 046 psi). Këto gete janë gjithashtu të përshtatshme
për përdorim brenda në të njëjtën temperaturë dhe kufizimet në sistemet pneumatike, ku disa
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nga gypat e difuzionit të gazit mund të tolerohen përmes murit në astar PTFE. Përdorimi i
këtyre gete në presion të lartë tek data storage me sistemet që përdorin pneumatik nuk është i
rekomanduar. Përveç kësaj, instalimet në të cilën limitet e specifikuar ne ISO 8913:2006 janë
tejkaluar, ose në të cilën aplikimi nuk është i mbuluar specifikisht me ISO 8913:2006, për
shembull për oksigjen, janë subjekte të miratimit te blerësi.
ISO / IEC 14496-15:2010 përcakton një format të magazinimit(ruajtjes) për video streams të
kompresuara duke përdorur ndonjë nga standardet e kodimit të përcaktuara në ISO / IEC
14496-10 (Coding Advanced Video), duke përfshirë jo vetëm formatin AVC, por edhe kodimin
e Video (Scalable SVC) dhe Multiview Video coding (MVC), në mënyrë që të mundësojnë
shikueshmëri më të mirë, dhe qasje në veçoritë e përparuara të standardit të videove, dhe për
të rritur mundësitë për shkëmbim dhe ndërveprimin e media fajllave.
ISO / IEC 14496-15:2010 specifikon se si këto video streams janë të ruajtura në formate që
rrjedhin nga ISO / IEC 14496-12 & 15444-12 (ISO Base medial file format). Ku si pasojë ajo
përcakton se si rrjedhojë AVC ruhen në ISO / IEC 14496-14 (MP4 format file).
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3. METODOLOJIA E HULUMTIMIT
Për hulumtimin e kësaj teme ose të kësaj teze në përgjithësi janë përdorur disa lloje të ndryshme
te metodave, varësisht objektivave qe i kemi cekur me lart.
Metoda e përshkrimit është përdorur gjate shfletimit të literaturës. Fazën e grumbullimit të
informacioneve të rastit të studimit do ta kemi të kompletuar gjatë gjithë shtjellimit të temës.
Të dhënat për këtë hulumtim do të jenë të mbledhura nga deklaratat që kanë të bëjnë me
politikat e sigurimit, politikat e pranueshme, termet e përdorura dhe shkalla e lejueshmërisë së
shërbimeve nga ofruesit e shërbimeve të Cloud storage. Në rast të ndonjë mungese të
informacionit nga uebfaqet, ju mund të gjeni informacione të ngjashme duke kërkuar në artikuj
të ndryshëm rreth cloud storage ose edhe në magazina të ndryshme që kanë të bëjnë me kete
teknologji.
Rasti i studimit ose shembulli që do të marrin për sipër për spjegim gjate këtë hulumtimi do të
fokusohet në kontekstin e integritetit, lejueshmëria rreth integritetit dhe sigurinë në Datacenter
dhe Cloud Storage.
Ne si shembull kemi marruar rastin e IBM Cloud, IBM ekspert i integruar i sistemeve
(organizatori ose grumbulluesi i hardware dhe software për zbatimin e cloudit) dhe software i
IBM cloudit për shërbime të menaxhimit të produkteve [17]
Me metodën krahasuese kemi krahasuar dy teknologjitë e fundit si Datacenter tradicionale dhe
shërbimet përmes Cloud dhe kemi konkluduar pse teknologjia me e re ka avantazhe ne ne raport
me teknologjitë me te vjetra.
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4. DIZAJNIMI I CLOUD STORAGE
Tek dizajnimi ose ndryshe të themi tek shembulli konkret që e kemi marruar ne për ta shpjeguar
do ta paraqesim në figurën e 13-te. Për ta shfaqur dizajnin e infrastrukturës se këtij rasti te
studimit ne kemi përdorur programin Microsoft Office Visio. Ne figurën e 13-te, shihet se kemi
lidhje te ndryshme ne mes komponenteve te rrjetes, duke filluar nga lart ku shihet mail serveri,
pastaj vazhdojmë me ueb serverin, shohim edhe Web serverët, pastaj me radhë vijnë Serverët
që i ruajnë të dhënat, poshtë tyre kemi Softuer Serverat, në krahun e djathtë të tyre janë Serverët
që shërbejnë për ruajtjen Backup ku në ndonjë rast aksidenti ne mund ti kthejmë të dhënat në
mënyrë shumë të shpejtë, pastaj krahas tyre kemi edhe Serverin DMZ ku me këtë lloj të serverit
ne kemi një konfidencialitet mund të them të mjaftueshëm edhe pse në internet asgjë nuk është
100% e sigurt, por me masa mbrojtëse të këtyre llojeve si e ashtuquajtura Zona e Demilitarizuar
në shumë raste është mjaftë funksionale dhe parandaluese e Viruseve të ndryshme.
Në vazhdim shohim në anën e djathtë në pjesën e poshtme një Raft(shteg) me disa pajisje të
future në të si Router, Switch, Power Supply, dhe një Patch Pannel, ku ky raft ose i
ashtuquajturi Rack shërben si rezervë në rast të ndonjë mbingarkese dhe pajisjet e zakonshme
që jemi duke i përdorur bien ose kanë mbingarkesa nga kërkuesit ose klientët, atëherë
automatikisht aktivizohet rack-u i mbingarkesave qe kemi ofruar në skemë për arsye që
përdoruesit të kenë sa më shumë të jetë e mundur qasje gjatë gjithë kohës pa ndonjë pengesë.
Në qendër të skemës kemi edhe rack-un e emëruar Pajisjet Qendrore, ku pajisjet funksionuese
që e kryejnë gati të gjithë punën janë Routeri dhe Switchi, gjithashtu kemi përbrenda këtij racku një Power Supply dhe një Patch Panel për kyçje sa më të mirë dhe për mirëmbajtje të energjisë
elektrike si dhe për përkujdesje të temperaturës.
Në pjesën e epërme në anë të djathtë i kemi të vendosur edhe dy Firewall-a ku njëri është
funksional dhe tjetri është në gjendje gatishmërie në çfarë do rasti të mbingarkesës ose ndonjë
aksidenti. Firewall-at shërbejnë si mbrojtës të sistemit ku parandalojnë sulmimet e ndryshme
qofshin ato përbrenda kompanisë e cila i mbizotëron këto pajisje ose lokacioni ku janë të
vendosura këto pajisje apo nga jashtë ku në mënyra të ndryshme sulmuesit me qëllim të
keqbërës mundohen që të na qasen në informacionet tona, ose ti keqpërdorin ato të dhëna, ose
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me qëllim që ta bllokojnë ose klientët mos të kenë qasje efektive në të dhënat e tyre që ata i
zotërojnë përbrenda këtyre serverëve.

Figura 12. Dizajnimi i Cloud Storage

Figura më lartë paraqet infrastrukturën e funksionalitetit të Cloud storage me të gjitha
komponentët e saj. Shpjegim më i detajizuar i figurës më lartë, përkatësisht i elementeve të
infrastrukturës së Cloud storage është paraqitur në APPENDIX.
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5. REZULTATET DHE SIMULIMET
Në vazhdim e kemi paraqitur të tërë topologjinë ose skemën e rastit të studimit tonë, siç e kemi
cekur edhe më lartë dhe kemi shpjeguar rreth dizajnimit dhe renditjes së pajisjeve që kemi
përdorur në skemën tonë, këtu e kemi edhe Cloud-in, ku kemi punuar me programin OPNET
IT Guru Academic Edition.

Figura 13 . Topologjia e Cloud Storage

5.1 Rezultati A
Në skemën e paraqitur më larte pamë se i kemi përdorur gjashtë Router-a dhe shohim se nuk
janë të lidhur në varg por janë të renditur në bazë të nevojës së punimit tonë, pra pjesërisht në
figurën e radhës që do të shfaqim i kemi disa diagrame të punës së Routerave që janë të lidhur
më njëri tjetrin. Pra fillimisht është i shfaqur Ruter 1 që është i lidhur me router 2 point-topoint në Campus Network, ku shihet në diagram se pulsi është aktiv dhe kemi gjenerim të
paketave.
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Figura 14. Rezultati A

Gjithashtu në vazhdim e sipër shihen edhe diagramet e paraqitura për shembull mes Router2
dhe Router3, pastaj vijnë Router3 me Router4, përsëri Router3 është i lidhur me Router5 dhe
është router4 portesh, pas tij është lidhja mes Router4 me Router5, dhe diagram i fundit është
mes Router5 i lidhur me Router6.
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5.2 Rezultati B
Në diagramin në vazhdim mund të shohim disa nga diagramet e paraqitura si ato të Database
Server(Serveri i të dhënave), Email Server(Serveri i Email-ave), Application Server(Serveri i
Aplikacioneve) si dhe të shfaqur janë edhe disa prej lidhjeve mes Server-ëve dhe Router-ëve.

Figura 15. Rezultati B

5.3 Rezultati C
Rezultati i tretë në këtë diagram është ai i një Routeri të vetëm që në këtë rast e kemi Router3
në Campus Network-un e paraqitur, pra shihet vetëm pulsi i trafikut të gjeneruar ose se si
shfaqet pulsi kur Router-i është aktiv ose është në punë e sipër dhe e kryen funksionin të cilin
ia kemi udhëzuar ta kryejë. Pra në fillim përderisa trafiku është në pranim të Router-it ai
aktivizohet dhe ka procesim mjaftë të shpejtë, dhe për rreth një minutë punë ai e stabilizon
fuqinë procesuese dhe shohim pastaj që në diagram kemi një stabilitet të punës për gjenerimin
e trafikut. Brenda një minutë kohë shohim se trafiku nga zero shkon në 150 të funksionalitetit
dhe pastaj nga 150 kemi rritje të shpejtë në 320 të transportit të paketave pastaj aty shohim
29

edhe ulje të tërësishme deri në zero dhe pastaj më një ngritje graduale të njëjtë si më parë kemi
edhe performancën më të madhe ne 450 të transportit dhe pastaj kësaj përsëri kthehet në zero
performancë të pulsit të diagramit.

Figura 16. Rezultati C

Siguria
Traditional Dataceter

Cloud

Qendrueshmeria

Siguri e shtuar

Siguri mesatare

Kosto

Q. Mesatare

K. lartë

Q. Lartë

K. e përballushme

Tabela 1. Rezultati C
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6. KONKLUZIONET
Siguria e të dhënave dhe problem i besueshmërisë ka qenë gjithmonë një çështje primare dhe
sfiduese në Cloud Storage. Kjo tezë tenton të nxjerrë në pah përparësitë dhe shqetësimet e
sigurisë së cloud dhe të fokusohet në shmangien te auditorët e palës së tretë për të kontrolluar
integritetin e të dhënave, si dhe rritjen e sigurisë. Zbatimi i një ndërmarrjeje, e cila i llogarit
vlerat e dosjeve në anën e klientit, mund të eliminojë nevojën e auditorëve të palës së tretë. Kjo
ide mund të jetë shumë efektive në një shkallë të vogël, ku klientët fillimisht dëshirojnë për të
testuar ofruesin Cloud dhe duan të krijojnë besimin. Pikërisht kjo ide është efikase në drejtim
të besuar te auditorët e palës së tretë, si dhe kursimit të parave.
Përveç kësaj, për të rritur sigurinë në mjedis të Coud informacioneve ose të dhënave, Kjo e
bënë më të sigurt se vendndodhja e dosjeve të depozituara nuk është e hapur për një sulmues.
Prandaj, vendndodhja e file-ave të synuar nga sulmuesit është e panjohur dhe qasja në dosjen
e synuar është e mohuar për sulmues. Në aspekte të sigurisë, një shumë me shumë duhet të
bëhet për të bërë cloud informacionet e një platforme të shquar dhe të besueshëm. Përpjekjet e
bëra në këtë tezë është janë themelore dhe të lehta për t'u përdorur nga konsumatori.
Me qëllim të rritjes së sigurisë dhe integritetit të të dhënave të shërbimit, gjithashtu është e
nevojshme për të mbrojtur atë kundër sulmeve të ndryshëm në kufi të shërbimeve të internetit.
Serverët kryesorë ose serverët qendrorë duhet të mbrohen kundër shtresës së aplikimit të
sofistikuar me malware firewall, si shtresë e aplikimit të tilla si për menaxhimin e Kërcënimit
Gateway 2010 - TMG. Me një trafik të stërngarkuar të rrjetit dhe me resurset e limituara të
tyre, vlerësimi në këtë fazë të shërbimeve është bërë i detyruar për shkak të efikasitetit dhe
gatishmërisë së qendrave të ruajtjes së informatave. Kompanitë që merren me marketing
dëshirojnë që ti shkarkojnë informatat e klientëve për zgjidhjet e tyre, njëjtë edhe institucionet
e kërkimit, si për shembull Universitetet gjenerojnë shumë kërkesa.
Pra ecja para n këtë drejtim është e bazuar në platformat dhe shërbimet që të ofrojnë një kënd
ndryshe për ruajtjen dhe editimin e informacioneve që ne ruajmë ose dëshirojmë ti përdorim
kur kemi nevojë për to. Tërheqja apo shkarkimi i informacioneve me përmbajtje të mëdha
shpesh shkaktojnë probleme edhe në rrjet ku kemi bllokime të ndryshme të punës se shkarkimit
apo dërgesave të ndryshme që ne bëjmë.
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