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Mladi so kot prostor za druženje in igro zapustili šolska dvorišča in igrišča. Druženje se je 
preselilo na spletna družbena omrežja, kamor mladi dostopajo prek mobilnih telefonov, tablic 
in računalnikov. Spletna družbena omrežja pa poleg druženja, zabave in igre mladi izkoriščajo 
tudi za širjenje znanja in izmenjavo učnih gradiv. Prek spleta je mladim omogočeno brezplačno 
komuniciranje z drugimi osebami ter s tem ohranjanje prijateljskih, sorodstvenih in partnerskih 
vezi prek vsega sveta. Nasilni fantje in hudobna dekleta so prisotni med mladimi že od nekdaj. 
Informacijska tehnologija jim je zdaj dala popolnoma novo platformo za svoja zlonamerna 
dejanja.  
V magistrskem delu sem s pregledom relevantne literature najprej razložila razliko med 
tradicionalnim in spletnim medvrstniškim nasiljem. Osredinila sem se na oblike spletnega 
medvrstniškega nasilja, ki se pojavljajo na različnih družbenih omrežjih. V nadaljevanju sem 
opredelila pomembnost delovanja institucij v prevenciji, soočanju in spopadanju s spletnim 
nasiljem. Za predstavitev, kako smo s problematiko spletnega nasilja soočeni v Sloveniji, sem 
izvedla intervjuje s predstavniki institucij, ki se v Sloveniji ukvarjajo s spletnim nasiljem. V 
sklepni razpravi sem ugotovila, da je tudi pri nas spletno medvrstniško nasilje v porastu. Družba 
se zaveda problematike spletnega nasilja, zato so vzgojno-izobraževalne ustanove, druge 
institucije in policija naredili odločne korake k ozaveščanju javnosti, zaposlenih v šolah, staršev 
in mladostnikov o varni uporabi interneta ter o nevarnostih in posledicah spletnega nasilja. 
Posledice spletnega nasilja imajo lahko tudi tragični zaključek, saj ima spletno nasilje posredno 
vzročno povezavo s samopoškodovanjem, samomorilnimi mislimi, poskusi in z izvedenimi 
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School courtyards and playgrounds are no longer there places where young people socialise. 
Instead, they use online social networks that they access with their phones, tablets and 
computers. Social networks, in addition to socialising, entertainment and games, are used to 
disseminate knowledge and exchange study materials. Young people are able to use the web to 
communicate with others free of charge, maintaining relationships with friends, families and 
partners all over the world. Violent boys and mean girls have always been present among young 
people. Information technology has now just given them a completely new platform for their 
malicious acts.  
In my master’s thesis I used an overview of the relevant literature to first explain the difference 
between traditional and online bullying. I focused on the forms of online bullying that occur on 
the various social networks. Then, I defined the important role played by institutions in the 
prevention, confrontation and coping with online violence. In order to show how we are faced 
with the problem of online violence in Slovenia, I carried out interviews with representatives 
from the institutions in Slovenia that deal with this issue. In the discussion section, I find that 
online bullying in Slovenia is growing. Society is aware of the problems of online violence, 
which is why educational institute and institutions, as well as the police have taken firm steps 
in raising awareness among the public, school employees, parents and young people about using 
the internet safely and about the dangers and consequences of online violence. The 
consequences of online violence can also lead to tragic ends, as there is an indirect causal link 
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1 UVOD  
Splet kot družbeno omrežje je postal prevladujoč način komuniciranja med mladostniki. Kot 
komunikacijsko orodje v več oblikah povezuje mladostnike v navidezen skupni prostor, ki jim 
daje občutek varnosti in zadovoljive zasebnosti. V tem prostoru se mladostniki zabavajo ter si 
brezskrbno pošiljajo slike iz svojih dogodivščin in komentarje najrazličnejših dogodkov. Splet 
izkoriščajo tudi za širjenje znanja, obzorja in za medsebojno obveščanje o raznih šolskih 
aktivnostih. Mladostniki vse več časa preživijo pred računalnikom, ki ga potrebujejo za 
sestavljanje in reševanje domačih in seminarskih šolskih nalog. Brezskrbna komunikacija na 
spletu pa skriva tudi številne pasti, ki se jih mladostniki ne zavedajo.  
Prek izmenjave intimnejšega pisnega in slikovnega gradiva, ki je v začetku prostovoljno, lahko 
v nadaljevanju pripelje do tragičnih in travmatičnih posegov v mladostnikovo intimo. Splet 
lahko prav hitro preraste okvir nedolžne zabave, ko ga mladostniki uporabljajo za ustrahovanje 
in poniževanje vrstnikov. 
 
1.1 Cilji magistrskega dela  
 
Cilj magistrskega dela je pregled problematike pojavljanja mladoletnikov na spletnih družbenih 
omrežjih, ki predstavljajo sodobno medvrstniško komunikacijo. S pomočjo intervjuja institucij 
in posameznikov, ki se ukvarjajo z nasiljem na spletu, bi rada ugotovila, ali se sodobna družba 
zaveda problematike in nevarnosti spletnega medvrstniškega nasilja. Z raziskovanjem oblik 
pojavljanja in nevarnosti ter posledic spletnega medvrstniškega nasilja bi rada ugotovila, na kak 
način se institucije odzivajo na problematiko nasilja med mladimi na spletu.  
 
1.2 Metode raziskovanja in hipoteze 
 
V magistrskem delu sem najprej v teoretičnem delu preučila strokovno literaturo s področja 
medvrstniškega nasilja na spletu in jo povezala s kazenskim pravom. Uporabljena je bila 
deskriptivna metoda dela. Opredelila sem, kaj pomeni spletno medvrstniško nasilje in kakšne 
oblike tega nasilja poznamo.  
V empiričnem delu sem s pomočjo polstrukturiranega intervjuja, ki je potekal na osnovi vnaprej 





katerih družbenih omrežjih zasledimo mladostnike. Ugotovila sem, kako in komu se nasilje 
prek družbenih omrežij prijavlja in ali se to nasilje tudi kaznuje ter kako. S pomočjo intervjuja 
sem tudi ugotovila, kaj je pri nas storjeno na področju prevencije spletnega medvrstniškega 
nasilja ter kakšno vlogo in cilje imajo institucije, ki se borijo proti omenjenemu nasilju.  
V magistrskem delu sem s pomočjo raziskovalnih metod in polstrukturiranega intervjuja 
preverjala naslednje hipoteze: 
Hipoteza 1: Medvrstniško nasilje na spletnih družbenih omrežjih je v porastu.  
Hipoteza 2: Storilcev spletnega medvrstniškega nasilja je več v mestnem okolju. 
Hipoteza 3: Za prevencijo spletnega medvrstniškega nasilja je dobro poskrbljeno. 
Hipoteza 4: Spletno medvrstniško nasilje se odraža tudi v povečanem številu 















2 OD TRADICIONALNEGA DO SPLETNEGA MEDVRSTNIŠKEGA NASILJA  
 
Problem, ki je danes v središču pozornosti staršev, učiteljev in strokovnjakov, ki vzgajajo in 
izobražujejo mladostnike in o katerem se pogosto govori, je spletno medvrstniško nasilje. 
Spletno nasilje je težko nadzorovati in preprečiti ter ima resne posledice na žrtve. 
Medvrstniško nasilje nam je že od nekdaj znano. Z njim smo se naučili soočiti in se nanj 
primerno odzvati. Pojav in razširjenost spletnih družbenih omrežij med mladimi sta dala 
tradicionalnemu medvrstniškemu nasilju, kot smo ga poznali včasih, novo dimenzijo in nove 
značilnosti. Starši in tudi vzgojno-izobraževalne institucije so še vedno zmedeni in ne vedo, 
kako pravilno ravnati ob pojavu spletnega medvrstniškega nasilja. 
 
2.1 Tradicionalno medvrstniško nasilje 
 
Problem tradicionalnega medvrstniškega nasilja je kot simptom družbenega stanja postalo 
deležno pozornosti v zgodnjih 80. letih v nekaterih skandinavskih državah. V Veliki Britaniji 
je takšno nasilje postalo prava »bum« tema s koncem 80. in začetkom 90. let. Zanimanje za ta 
pojav se je prenesel tudi v Slovenijo, v kateri so se prve raziskave na omenjeno temo začele 
odvijati po letu 1994.1  
O pojavu nasilja med mladimi (t. i. medvrstniško nasilje, ang. bullying), čeprav so številne 
raziskave strmele k temu, ne poznamo univerzalne definicije. Justin W. Patchin2 trdi, da je 
pomembno, da določimo mejo, pri kateri nesramno obnašanje preseže mejo mladostniške 
norčavosti in se razvije v nasilje. Hkrati pa opozarja, da je treba obravnavati prav vsako nasilno 
dejanje posameznika, ne glede na to, ali se ujema s standardi, ki opredeljujejo posamezno 
dejanje za medvrstniško nasilje, ali ne. Poudari, da je bistvenega pomena, da se osredinimo na 
samo nasilno dejanje kot takšno. Če na primer vidimo, da nekdo vrstnika spotakne na šolskem 
hodniku, ga poimenuje z nesramnim vzdevkom ali pa če na spletu objavi njegovo fotografijo, 
ki ga bo postavila v neprijetni položaj, se moramo takoj odzvati na takšno dejanje. Šele pozneje 
pa bomo ugotavljali, ali je bilo to dejanje pravzaprav le eno izmed veliko podobnih škodljivih 
dejanj, ki sestavljajo celoto, ki jo imenujemo medvrstniško nasilje.  
                                                          
1 B. Dekleva (2000). Šola, mladi in nasilje. V: A. Šelih (ur.). Prestopniško in odklonsko vedenje mladih, str. 137–
150.  





Mladostniki namreč velikokrat ne premislijo o posledicah nesramnega govorjenja in vedenja 
do svojih sovrstnikov. Zato ne moremo iz vsakega škodljivega in nesramnega dejanja sklepati, 
da je imel storilec namen dolgotrajno ustrahovati in škodovati sovrstniku. S tem bi znižali 
stopnjo resnosti položaja mladih, ki so dejansko načrtno in periodično ustrahovani.  
Medvrstniško nasilje lahko definiramo kot namerno, ponavljajoče se sovražno vedenje ene ali 
več oseb proti drugemu vrstniku, ki se ne more učinkovito braniti.3 Elizabeth Kandel Englander 
pa poudarja, da moramo definicijo medvrstniškega nasilja, ki se dogaja med močnim storilcem 
in šibko žrtvijo, ločiti od nasilniškega pretepa dveh enakovredno močnih vrstnikov.4  
Pri definiciji medvrstniškega nasilja je najpomembnejši element namen ustrahovalca oz. 
nasilneža. Na prvi pogled se zdi definicija namena zelo zahtevna in problematična za 
prepoznavo, vendar pa je ponavljajoče se sovražno vedenje nasilneža, ki s svojimi dejanji očitno 
škoduje drugemu posamezniku, poleg tega pa je bil na ta nasilna dejanja kot na nedopustna že 
opozorjen, da naj jih preneha, je to dovolj jasen znak, da lahko sklepamo o obstoju storilčevega 
naklepa. 
Dan Olweus5 je skandinavski raziskovalec, ki mu lahko pripišemo veliko zaslug za današnji 
akademski interes za raziskovanje medvrstniškega nasilja. Njegova definicija medvrstniško 
nasilje opredeljuje kot agresivno vedenje, ki je naklepno in ki vsebuje neravnovesje moči med 
obema akterjema nasilja, med nasilnežem in njegovo žrtvijo, ter se pogostokrat ponovi. Povod 
za njegovo raziskavo iz leta 1982 so bili trije samomori mladih fantov, ki naj bi bili žrtve 
medvrstniškega nasilja. Olweus je razvil program, imenovan The Olweus bullying prevention 
program, ki ga je podprlo norveško ministrstvo za šolstvo. Usmeril se je na različne ravni, in 
sicer na celotno šolo, na razred in na individualne učence. Tako so se kot resnična eksplozija 
po svetu začele širiti nove in nove raziskave, programi in prizadevanja za razumevanje 
medvrstniškega nasilja. Kljub vsemu znanstvenemu prizadevanju pri poudarjanju nevarnosti 
medvrstniškega nasilja je bilo potrebnih kar nekaj ekstremnih primerov, v katerih je bilo prav 
medvrstniško nasilje razlog za smrtne posledice v obliki samomora, da se je zavedanje 
škodljivosti medvrstniškega nasilja usidralo v zavest ljudem. Ministrstvo za izobraževanje v 
                                                          
3 J. W. Patchin, S. Hinduja (2016). Bullying today, str. 10. 
4 E. Kandel Englander (2013). Bullying and cyberbullying, str. 7. 
5 Dr. Dan Olweus je raziskovalni profesor psihologije na Norveškem, ki se pogosto šteje za pionirja pri 
raziskavah ustrahovanja. Več desetletij je raziskoval vprašanje medvrstniškega nasilja s ciljem, da bi otrokom 
omogočal varno okolje v šolah in zunaj nje. Najbolj je znan in sprejet njegov program za preprečevanje nasilja, 
imenovan The Olweus Bullying prevention Program. Najdeno na: 





Minnesoti navaja, da se sicer definicije o medvrstniškem nasilju med seboj razlikujejo, vendar 
se jih večina uskladi v mišljenju, da medvrstniško nasilje zajema naklep škodovati, ponavljajoča 
se dejanja in nesorazmerje v moči med posameznikom, ki izvaja nasilje, ter posameznikom, ki 
je žrtev nasilja.6 
Veliko raziskav o medvrstniškem nasilju je stremelo k temu, da bi razvile univerzalno definicijo 
medvrstniškega nasilja, a jim tega ni uspelo.7 Kljub temu pa so dosegle soglasje glede nekaterih 
elementov oblik nasilja, ki je lahko neposredno ali posredno in ki vključuje fizična, verbalna, 
psihološka in medsebojna agresivna dejanja, ki se ponavljajo. Nasilje, ki ga motivira nestrpnost 
do drugih, ki so pripadniki določenih skupin glede na spol, raso, vero, spolno usmerjenost, 
sposobnost in na socialno-ekonomski položaj, je znano kot nasilje na podlagi pristranskosti. 
Nasilje na podlagi pristranskosti ima za posledico diskriminacijo manjšin in marginaliziranih 
skupin v družbi, ki temeljijo na določenih značilnostih. Otroci in mladostniki, ki pripadajo 
marginaliziranim skupinam ali manjšinam, so še posebej izpostavljene tarče medvrstniškega 
nasilja. Številni raziskovalci poudarjajo, da je največja težava tovrstnega nasilja ta, da se 
napadeni otrok sčasoma vse težje brani, zaradi česar imajo predvsem odrasli dolžnost, da v 
takšno nasilje posežejo in ga kar najhitreje zatrejo.8  
Čeprav različne raziskave definirajo medvrstniško nasilje različno, lahko opazimo, da se med 
različnimi definicijami pojavljajo nekateri skupni elementi: 9 
 nasilneži vedno delujejo namerno; če se neko nasilno dejanje zgodi samo po naključju, 
tega še ne moremo poimenovati kot medvrstniško nasilje; 
 slabonamernost nasilneža, saj ta želi škodovati drugemu vrstniku in mu povzročiti 
negativne posledice; 
 dlje časa trajajoče, ponavljajoče se nasilje, kar spravi žrtev v stanje nenehnega strahu 
pred nasilnežem; 
 neravnovesje moči med nasilnežem in žrtvijo, pri čemer se moč ne meri v fizičnem 
smislu, ampak predvsem v samozavesti posameznika, njegovi priljubljenosti med 
vrstniki, socialnemu statusu, v etični pripadnosti itn.  
                                                          
6 J. W. Patchin, S. Hinduja (2016). Bullying today, str. 13–14.  
7 F. Mishna (2012). Bullying, str. 4–5. 
8 F. Mishna (2012). Bullying, str. 5. 





2.2 Spletno medvrstniško nasilje 
 
S tehnološkim napredkom elektronskih naprav in hitrim razvojem številnih spletnih družbenih 
omrežij je splet postal prevladujoči način komuniciranja med mladostniki. Tehnologija je 
mladim omogočila neizmerno veliko možnosti za komunikacijo s prijatelji ter medsebojno 
sodelovanje v različnih šolskih nalogah in projektih. Po drugi strani pa omogoča posameznikom 
s slabim namenom škodovati sovrstnikom, tako da zlorabijo razsežnosti tehnologije za 
protisocialno vedenje. Nasilneži se na spletu počutijo varnejše, saj se skrijejo za anonimnost, 
nihče jih ne more neposredno udariti in žrtvi ni treba gledati v oči, s čimer se zmanjša njihov 
lastni občutek krivde.10  
Zaradi tega se dandanes tradicionalno pojmovanje medvrstniškega nasilja premika v virtualni 
svet, imenovano spletno medvrstniško nasilje. V slovenski literaturi se za pojem spletnega 
medvrstniškega nasilja uporabljata tudi izraza kibernetsko medvrstniško nasilje in spletno 
medvrstniško ustrahovanje, v angleški literaturi pa izraz cyberbullying. Svetovno gledano, je 
pojem spletnega medvrstniškega nasilja na svoji spletni strani11 prvi definiral Bill Belsey12 kot 
nasilje, ki vključuje uporabo informacijskih in komunikacijskih tehnologij za podporo 
namernega, ponavljajočega se in sovražnega vedenja posameznika ali skupine, ki naj bi škodilo 
drugim posameznikom. Od njegove objave, ki je bila leta 2003, se je pojem počasi začel 
pojavljati na spletu.  
Tradicionalno medvrstniško nasilje je bilo vidno vsem, ki so se določen trenutek nahajali na 
določenem mestu. Pogosto se je odvijalo v šolskih prostorih med sošolci v času odmora, zunaj 
na igriščih ali pa kar na ulicah. Bistveno je bilo to, da je nasilje potekalo prek neposrednega 
stika storilca oz. storilcev in žrtve oz. žrtev. Samo nasilje je bilo fizične in tudi besedne narave. 
Danes pa se kot epidemija širi nasilje, pri izvajanju katerega ni neposrednega stika med 
udeleženimi osebami, tako imenovano spletno medvrstniško nasilje. Ravno zaradi njegove 
posrednosti ga je težko odkriti.  
                                                          
10 J. W. Patchin, S. Hinduja (2016) Bullying today, str. 43.  
11 Http://www.cyberbullying.ca (26. 7. 2018). 
12 Bill Belsey je predsednik Bullying.org. Je ustvarjalec in posrednik spletne strani www.bullying.org, ki je 
najbolj obiskana spletna stran o spletnem medvrstniškem nasilju. Osvojila je številne nagrade, vključno z 
nagrado Childnet Leternation kot spletna stran, ki razširja spletne pobude, ki omogočajo svet boljši in varnejši 
kraj za mlade. Bil je tudi finalist za nagrado Stockholm Challenge Award, nagrado, ki je imenovana kar 
Nobelova nagrada za informacijsko tehnologijo. Najdeno na: 





Spletno nasilje ni nov pojav, ki bi bil popolnoma ločen od tradicionalnega nasilja, ki se je (in 
se še) odvijal skozi veliko generacij.13 Bistveni elementi tradicionalnega medvrstniškega nasilja 
ostajajo enaki tudi v virtualnem svetu. Tu mladostniki zlorabijo tehnologijo z namenom 
ustrahovati izbranega posameznika, pri čemer bo ta utrpel negativne posledice, ravnanje 
nasilnežev pa je ravno tako ponavljajoče se. Novodobno medvrstniško nasilje lahko 
razlikujemo od tradicionalnega samo po uporabi in zlorabi modernih vrst komunikacije, ki 
poteka prek elektronskih naprav. Tako je nasilnežem olajšana pot, po kateri dosežejo 
osramotitev, ustrahovanje, nadlegovanje ali socialno izključitev drugih mladostnikov.14 
Na prvi pogled se zdi spletno medvrstniško nasilje manj zastrašujoče od tradicionalnega. Zdi 
se nam, da se nasilju, ki se odvija na šolskem avtobusu ali v razredu, mladostnik ne more 
izogniti. Z njim se srečuje dejansko vsak dan. Če pa se nasilje odvija prek spletnih družbenih 
omrežij, se mu mladostnik izogne tako, da takšnih spletnih strani ne obiskuje več. V resnici pa 
ni tako preprosto, saj mladi elektronske naprave uporabljajo na vsakem koraku. Takoj ko se 
mladostnik zave, da je postal tarča zbadljivk, se poskuša besedno braniti. Znova in znova bo 
odšel na spletno stran, na kateri je žrtev spletnega nasilja, da bo lahko pregledal, kaj preostali 
člani te spletne strani pišejo o njem. V resnici torej spletno nasilje traja ves dan in vsak dan, ne 
preneha kot npr. nasilje, ki se odvija le med šolskim poukom.15 Poleg tega je širjenje spletnega 
medvrstniškega nasilja veliko hitrejše, saj že samo en klik na tipkovnico zadošča, da objavo 
vidijo vsi, ki obiščejo to spletno stran, medtem ko pri šolskih govoricah traja kar nekaj časa, 
preden novica pride na uho preostalim sošolcem, pri čemer pa je tudi bolj ali manj sklenjen 
krog naslovnikov. Za spletno medvrstniško nasilje je značilno16:  
 da je dolgotrajno; 
 da je ponavljajoče se; 
 da vsebuje neenakost moči med žrtvijo in storilcem, pri čemer je žrtev v šibkejšem 
položaju; 
 da je vedno namerno; 
 da pri žrtvi povzroči negativne posledice, kot so na primer: ustrahovanost, žalost, 
prizadetost, sram, osamljenost itn.; 
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 da vključuje elektronske naprave, kot so računalniki in mobilne naprave. 
V sklepu lahko povzamemo, da se tradicionalno in spletno medvrstniško nasilje razlikujeta v 
tem, da spletno nasilje:17 
 ni časovno in prostorsko omejeno; 
 doseg občinstva, ki spremlja nastalo nasilje, se šteje v milijonih ljudi; 
 hitrost, s katero poteka širjenja informacij spletnega nasilja, je bliskovita, traja lahko 
samo nekaj ur; 
 storilec ima občutek popolne anonimnosti; 
 neosebna komunikacija prek spleta je lahko zaradi izpada osebnega stika (»iz oči v oči«) 
vzrok za lažjo emocionalno odločitev storilca za nasilno dejanje.  
Medvrstniško nasilje moramo obsojati v vseh oblikah, ne glede na to, ali se dogaja na spletu ali 
v šoli. Odrasli in mladostniki se moramo skupaj boriti za prevencijo in primeren odziv na vsako 
resno in ponavljajoče se sovražno dejanje oz. vedenje.18 
Raziskave tradicionalnega medvrstniškega nasilja nakazujejo na to, da med storilci fizičnega 
nasilja prevladujejo fantje. To pa ne pomeni, da se dekleta ne udeležujejo medvrstniškega 
nasilja, saj so raziskave pokazale, da so mlada dekleta bolj vključena v nasilje, ki poteka 
posredno in je zaradi tega tudi manj vidno. Takšno nasilje izvajajo prek psihičnega in 
čustvenega nadlegovanja, kot na primer prek prenašanja grdih govoric o neki osebi, 
osramotitve, izločitve iz družbe itn. Glede na to, da spletno nasilje vsebuje večinoma posredne 
oblike nasilja (prek sporočil in objav), je logično, zakaj so novejše raziskave pokazale, da so 
dekleta enako kot fantje, če ne celo več, vključene v spletno medvrstniško nasilje, in sicer kot 
storilke in tudi kot žrtve.19 To trditev potrjujeta tudi Patti M. Valkenburg in Jessica Taylor 
Piotrowski, ki ugotavljata, da je pri tradicionalnem nasilju sicer večji delež storilcev nasilnih 
dejanj moškega spola, medtem ko je pri spletnem nasilju delež storilk ženskega spola enak ali 
celo večji od moškega.20  
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3 MEDVRSTNIŠKO KOMUNICIRANJE V VIRTUALNEM SVETU 
 
Mladim se zdita komuniciranje s prijatelji in spoznavanje novih prijateljev prek spletnih 
družbenih omrežij veliko preprostejša. Izogibajo se socialnih situacij v »živo«, saj se bojijo 
agresivnega odziva, ponižanja, nadlegovanja in zavrnitve, vendar pa je v resnici veliko večja 
verjetnost, da bo prišlo do uresničenja njihovih strahov ravno prek virtualne komunikacije. 
Informacijska tehnologija v današnjem svetu je dramatično spremenila in razširila način 
medvrstniške komunikacije. V letu 2017 je na Zemlji prebivalo 7,6 milijarde21 ljudi in 3,6 
milijarde uporabnikov interneta.22 Mladi so vodilna družbena skupina v uporabi interneta, saj 
ga uporablja 70 % mladih na svetu. Mladi v starosti od 15 do 24 let predstavljajo skoraj četrtino 
vseh uporabnikov interneta na svetu. Dandanes smo ponosni in srečni, da smo priča takim 
revolucionarnim spremembam in napredku v komunikacijskem smislu. Premalo pa se 
zavedamo, da je medmrežje postalo idealen prostor za posameznike, ki želijo škoditi svojim 
vrstnikom. Danes medvrstniško nasilje ni več omejeno na resničen svet, ampak se razširja prek 
njegovih meja v virtualni svet.23  
Prvi mobilni telefoni (mobiteli) so bili naprave, namenjene samo prejemanju in oddajanju 
klicev. Tehnološki napredek je povzročil, da so bili mobiteli kmalu namenjeni tudi pošiljanju 
in prejemanju sporočil (SMS), slik in kratkih videov. Danes pa omenjene naprave imenujemo 
kar »pametni telefoni«, saj nam omogočajo prejemanje in pošiljanje e-pošte, brskanje po 
medmrežju in vključevanje v različna družbena omrežja, ustvarjena v aplikacijah, ki so 
dostopne samo prek pametnega telefona. Kar smo prej lahko storili le na velikih namiznih in 
prenosnih računalnikih, lahko danes delamo prek mobilnega telefona v dvoji dlani. Industrija, 
ki skrbi za razvoj informacijske tehnologije, je naredila programsko opremo na povsem novi 
ravni, ki omogoča posameznikom in podjetjem, da ustvarjajo samostojne enote programske 
opreme, ki lahko delujejo na mobilnih napravah. Takšne aplikacije pogosto povzročajo 
odvisnost pri mladih, ki ob uporabi moderne tehnologije za pomoč pri učenju in študiju skoraj 
nezavedno preverjajo Facebook, Twitter, Snapchat ali Instagram.24  
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3.1 Vrste spletnih družbenih omrežij 
 
Spletna družbena omrežja (ang. social media) so pomemben del spleta in predstavljajo spletne 
storitve, aplikacije, platforme ali strani, ki gradijo družbeno mrežo med ljudmi s skupnimi 
interesi ali aktivnostmi. Podprta so z računalniško tehnologijo, zasnovano na internetu, ki olajša 
izmenjavo idej in informacij ter gradnjo virtualnih omrežij in skupnosti. Uporabnikom 
omogočajo preprosto elektronsko komuniciranje z osebnimi podatki in drugo vsebino, kot so 
videoposnetki in fotografije. Uporabniki sodelujejo s socialnimi mediji prek namiznega in 
prenosnega računalnika, tabličnega računalnika ali pametnega telefona prek spletne 
programske opreme ali spletne aplikacije, ki jo pogosto uporabljajo za sporočanje. Družbeni 
mediji so nastali kot orodje, s katerim so se ljudje povezovali s prijatelji in z družino. Pozneje 
so se v razvoj družbenih omrežij vključila podjetja, ki so želela izkoristiti priljubljeno novo 
komunikacijsko metodo za dostop do večjega števila strank. Moč družbenih omrežij je v 
zmožnosti povezovanja in izmenjave informacij s komer koli na svetu, ki uporablja socialne 
medije. Prek družbenih omrežij tudi spoznavamo, vzpostavljamo in ohranjamo stike z ljudmi, 
ki jih drugače zaradi velike zemljepisne oddaljenosti ne bi spoznali ali se v živo z njimi ne bi 
nikoli več srečali. Družbene medije lahko najdemo v obliki različnih tehnologij, kot so: deljenje 
fotografij, blogerstvo, družabne igre, družbena omrežja, izmenjava videoposnetkov, poslovna 
omrežja, virtualni svetovi in drugo.25 
Spletna družbena omrežja niso nov pojav. Globalno gledano, lahko zasledimo prva družbena 
omrežja že v letih 1997 in 1998.26 Prvo prepoznavno spletno mesto za družbeno omrežje je bilo 
ustvarjeno leta 1997. SixDegrees.com je uporabnikom omogočil ustvarjanje profilov, seznama 
prijateljev in v začetku leta 1998 tudi listanje po imeniku prijateljev. 
SixDegrees se je oglaševal kot orodje za pomoč ljudem pri medsebojnem povezovanju in 
pošiljanju sporočil. Čeprav je SixDegrees pritegnil milijone uporabnikov, se mu ni uspelo 
obdržati kot trajnostno usmerjeno podjetje in je leta 2000 svojo dejavnost zaprl. Ljudje so se 
medtem množično povezovali z internetom, a jih večina ni imela razširjenih mrež prijateljev. 
Od leta 1997 do leta 2001 so številna skupnostna orodja začela podpirati različne kombinacije 
profilov in sestavljanje imenika prijateljev. AsianAvenue, BlackPlanet in MiGente so 
uporabnikom omogočili ustvarjanje osebnih, strokovnih in zmenkarskih profilov. Hkrati so 
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lahko uporabniki identificirali prijatelje v svojih osebnih profilih, ne da bi želeli odobriti te 
povezave. V začetku leta 1999 je LiveJournal omogočil enosmerne povezave na uporabniških 
straneh ter omogočal izbiro prijateljev in upravljanje nastavitev zasebnosti.27  
Naslednji val ustvarjanja družbenih omrežij se je začel leta 2001, ko je Ryze.com pomagal 
poslovnežem pri koriščenju poslovnih mrež, a ni nikoli dosegel množične priljubljenosti. 
Novejša generacija družbenih spletnih strani je zacvetela s pojavom Frendsterja 2002, ki so mu 
leto pozneje sledili še MySpace in LinkedIn in nazadnje še Bebo. Porast priljubljenosti 
družbenih omrežij kaže podatek iz leta 2005, da je imel MySpace več ogledov kot Google in so 
ga imenovali največji kulturni fenomen med mladimi po MTV iz zgodnjih osemdesetih.28 
Facebook, ustanovljen leta 2004, je z leti postal največje spletno družbeno omrežje na svetu. 
Poleg njega pa danes že skoraj vsaka druga stran uporablja širok nabor modelov socialnega 
mreženja. 
Družbena omrežja ponujajo mladim najrazličnejše možnosti pozitivnih dejavnosti, 
vzpostavljanje medsebojnih stikov, pridobivanje novih znanj, sproščanja in igranja ter 
vzpodbujanje kreativnosti. Po drugi strani pa družbena omrežja postajajo čedalje večji problem, 
saj jih mladi vse pogosteje izkoriščajo kot orodje za izživljanje nad sovrstniki.29 
3.1.1 Facebook 
 
Facebook je nastal leta 2004 pod okriljem študenta harvardske univerze Marka Zuckerberga. 
Kar hitro je postal najbolj razširjeno družbeno omrežje med mladimi, saj je tretja najbolj 
priljubljena spletna stran v Združenih državah Amerike in svetu.30 Uporablja se za zabavo in 
komuniciranje v virtualnem svetu pa tudi za medsebojno podporo in pomoč pri učenju. Na 
Facebook se lahko prijavi vsak, ki je star vsaj 13 let; izjema velja le v Južni Koreji in Španiji, 
kjer je zahtevana minimalna starost 14 let.31 S prijavo dobi posameznik svoj profil, ki ga opremi 
s svojimi osebnimi podatki in profilno ter naslovno fotografijo. Facebook uporabnikom 
omogoča vrsto različnih dejavnosti. Prek pisnega in ustnega komuniciranja uporabniki 
vzdržujejo že nastala prijateljstva, hkrati pa lahko spoznavajo tudi nove osebe in tako sklepajo 
                                                          
27 D. M. Boyd,  N. B. Ellison, Social Network Sites: Definition, History, and Scholarship, URL: 
https://onlinelibrary.wiley.com/doi/full/10.1111/j.1083-6101.2007.00393.x  (27. 8. 2018) 
28 Https://www.adweek.com/brand-marketing/if-2005-was-year-myspace-year-has-86314/ (27. 8. 2018) 
29 A. T. Klančnik, Internet, URL: http://gros-sola-radgona.splet.arnes.si/files/2016/02/Predavanje_mag.-Anton-
Toni-Klancnik.pdf (11. 9. 2018). 
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nova prijateljstva. Opazimo lahko veliko skupin, v katere se združujejo osebe z enakimi interesi. 
Nekateri uporabijo Facebook kot pomoč oglaševanja njihovih spletnih strani ali prodaje 
določenih izdelkov. Tudi spletnih igric ne manjka. Kljub vsemu pa je še vedno žarišče 
aktivnosti na objavljanju, komentiranju in na »všečkanju« fotografij ter videov. Vse skupaj se 
zdi kot neškodljiva novodobna virtualna zabava med mladimi, če seveda odmislimo poškodbe 
oči, posledice nevarnega sevanja elektronskih naprav ter ogromno izgubljenega prostega časa, 
ko bi mladi lahko delali koristnejše in bolj zdrave aktivnosti, vendar se lahko kar hitro zgodi, 
da se bo za posameznika takšna zabava spremenila v nočno moro. Pri pregledovanju profilov 
mladih sem opazila ogromno žaljivih, zasmehujočih, nestrpnih ali celo grozečih komentarjev 
pod njihovimi objavljenimi fotografijami. Če bo tak negativni komentar le en ali dva, mogoče 
res ne bo prišlo do čustvenih sprememb tega posameznika, ampak takšni komentarji se lahko 
hitro razširijo in številčijo. Kar na lepem se pojavi cela vrsta negativnih komentarjev, ki 
posamezniku znižajo njegovo samozavest, samospoštovanje in občutek varnosti. Največja 
nevarnost pri kontinuiranem spletnem nasilju je ta, da oseba, ki je nadlegovana, ne more zbežati 
nadlegovalcem. Ni prostora, v katerem bi bil varen, saj imamo dandanes dostop do medmrežja 
prek mobitela ali računalnika tako rekoč skoraj povsod, zato ga ta negativni čustveni pritisk 
zasleduje ves čas in povsod.  
3.1.2 Instagram 
 
Tudi to družbeno omrežje je dostopno vsakomur, ki je star vsaj 13 let ali več. Tako kot na 
Facebooku so tudi tukaj v središču pozornosti fotografije. Mladi ne objavljajo samo »selfijev«, 
ampak skušajo v objektiv ujeti trenutke svojega življenja, tako da ga prikažejo v kar najboljši 
luči. Najnovejše statistike kažejo, da ima Instagram več kot 200 milijonov mesečnih 
uporabnikov in da raste hitreje kot katera koli druga aplikacija v družbenih omrežjih. Zato ni 
naključje, da ga je Facebook kupil v začetku leta 2012.32 To družbeno omrežje je dobilo videz 
tekme, na kateri se vsak uporabnik bori za čim več sledilcev, »všečkov« in pozitivnih 
komentarjev. Instagram torej temelji na objavljanju fotografij in videov na svoj profil, ki jih 
lahko vidijo vsi, ki takemu uporabniškemu imenu sledijo, lahko pa jih vidijo tudi vsi tisti, ki so 
samo prijavljeni na Instagram, a ne sledijo točno temu uporabniškemu imenu – odvisno od 
nastavitev profila. Preostali uporabniki imajo možnost objavljeno komentirati ali pa oddati 
»like«, s čimer pokažejo, da jim je vsebina všeč. Ker si večina mladih uporabnikov Instagrama 
želi pridobiti čim več sledilcev in »všečkov« ter tako postati »priljubljen instagramovec«, so 
                                                          





prisiljeni iti zunaj svoje cone udobja, zaradi česar začnejo objavljati vedno več slik in videov z 
vedno bolj kritično vsebino. Mediji vse pogosteje opozarjajo na nevarnost obsesije oseb, ki 
objavljajo razno vsebino, in tudi oseb, ki konstantno pregledujejo vsebino »priljubljenih 
instagramovcev«. Mladostniki preživijo ure in ure, da naredijo lepo fotografijo, medtem ko jih 
drugi mladi uporabniki vestno spremljajo in postajajo depresivni ob primerjavi svojega 
življenja s »fejk« življenjem drugih vrstnikov. 
3.1.3 Twitter 
 
Twitter je nekaj edinstvenega, saj ni toliko središče prijateljstev in komuniciranja, ampak so v 
središču zanimanja življenja drugih oseb, še posebej znanih, kot so na primer igralci, pevci in 
športniki. Uporabniki objavljajo statuse, v katerih povedo, kaj trenutno počnejo, izražajo svoja 
mnenja o določenih stvareh itn. Uporabniki se torej ne trudijo, da bi spoznali druge osebe. 
Velika posebnost je tudi omejenost dolžine objav, saj je dovoljeno največ 140 znakov.33 Takšna 
kratka sporočila se imenujejo »tweet«, po slovensko »čivki«, zaradi česar tudi takšno ime.  
3.1.4 ASK.fm 
  
ASK.fm kot družbeno omrežje se precej razlikuje od preostalih. Ustvarjen je za postavljanje 
vprašanj in odgovarjanje nanje. Vsaka oseba, ki je prijavljena v sistem, lahko postavlja 
vprašanja anonimno, lahko pa razkrije svoje ime ali vzdevek. Odgovori na vprašanja so vidni 
vsem uporabnikom.34 Navidezno okolje družbenega omrežja naj bi vzpodbudilo zabaven, 
flirtajoč in odprt dialog med posamezniki. V resnici pa se pod anonimnim plaščem ustvarjata 
sovražni govor in nadlegovanje. V zadnjem času je Ask.fm ustvaril nekaj novih funkcij, ki bodo 
uporabnikom omogočile hitro poročanje o spletnem nasilju in omejile registracijo 
neprijavljenih uporabnikov. Prav tako se je lastništvo platforme preselilo iz Latvije v Ameriko. 
Novi lastniki obljubljajo, da bodo spletno mesto očistili in odstranili uporabnike, ki bodo prek 
tega družbenega omrežja razširjali agresijo in sovraštvo. Kljub vsemu pa negativni učinki 
anonimnih oseb še vedno presegajo pozitivne učinke.35 Ob pregledovanju ASK.fmja sem 
opazila, da je ogromno vprašanj zelo osebnih, intimnih in ponižujočih. Pri odgovorih ni nič 
boljše, so žaljivi z ogromno psovk, grozeči in zasmehujoči. Včasih se v odgovoru pojavijo tudi 
slike, ki so velikokrat neprimerne. 
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Snapchat je ustvarjen predvsem za mobilne naprave in tablice. Namenjen je izmenjavi sporočil, 
slik in videov. Za vsako sliko ali video, ki ga uporabnik pošlje drugi osebi oz. več osebam iz 
imenika prijateljev, lahko določi število sekund, koliko časa bo vsebina na voljo za ogled. Ko 
poteče čas, vsebina izgine in je navidezno izginila za vedno. V aplikaciji se vsebine ne da 
shraniti, kar daje uporabnikom občutek varnosti in zadovoljivo raven zasebnosti, vendar pa 
pozabljajo na to, da ta aplikacija ne preprečuje slikanja vsebine prek ukaza »posnetek zaslona« 
(ang. screenshot).36 Aplikacija osebo sicer obvesti, da je nekdo naredil screenshot, vendar škoda 
je že narejena. Tako se sliko lahko prepošilja naprej prijateljem in pride do neomejenega kroga 
naslovnikov. Vsebino bodo videle osebe, za katere si tega nismo želeli. Najnovejše statistike 
kažejo, da 70 milijonov aktivnih uporabnikov vsak dan pošlje več kot 400 milijonov 
posnetkov.37 Mladi uživajo v tej storitvi, ker je preprosta, navidezno skrivnostna in zabavna. 
Preko Snapchata si želijo biti povezani s svojimi prijatelji in poglobiti medsebojno povezanost 
s tem, da si med seboj delijo čim več. Velikokrat pa so te izmenjave zbanalizirane, saj 
predstavljajo le neko medsebojno šalo.  
3.1.6 Viber 
 
Viber je aplikacija, ki deluje na mobilnih napravah in računalnikih, ki uporabnikom omogoča 
brezplačno klicanje, pošiljanje sporočil, slik in videoposnetkov. Aplikacijo je ustanovila 
japonska multinacionalka Rakuten in ima več kot 800 milijonov registriranih uporabnikov. Za 
uporabo Vibra se zahtevata telefonska številka uporabnika in podatkovna povezava ali 
povezava Wi-Fi. Aplikacija je namenjena starejšim od 13 let, vendar se ta zahteva, ki je 
napisana v politiki zasebnosti, ne preverja. Pri mladih velja za zelo priljubljeno aplikacijo, saj 
omogoča tudi brezplačne skupinske klepete, ki jih mladi organizirajo za svoj razred, prijatelje 
in za družino.38 
V zaključku poglavja o družbenih omrežjih bi rada poudarila, da čeprav sem kritično predstavila 
najbolj priljubljena družbena omrežja, ta ne prinašajo le negativnih posledic. Če pogledamo vse 
uporabnike raznih družbenih omrežij, lahko ugotovimo, da jih večina uporablja odgovorno in 
brez namena škodovati drugim uporabnikom.  
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4 OBLIKE SPLETNEGA MEDVRSTNIŠKEGA NASILJA 
 
Vse preveč mladih pravzaprav niti ne opazi, kdaj nedolžno zbadanje in posmehovanje na spletu 
preseže mejo mladostniške hudomušnosti. Preprosto se sprijaznijo, da je to negativna stran 
sodobne komunikacijske tehnologije. Predstavila bom nekatere najpogostejše oblike spletnega 
medvrstniškega nasilja, ki se pojavljajo na družbenih omrežjih. 
 
4.1 Fotomontaža (ang. Photoshopping) 
 
Pojav se je razvil zaradi priljubljenega programa za oblikovanje fotografij, imenovanega Adobe 
Photoshop. Ko naredimo fotografijo, se velikokrat zgodi, da ne ujamemo prave svetlobe ali pa 
v objektiv zajamemo tudi element, ki ga ne želimo imeti na fotografiji. Zato je bila iznajdba 
Photoshopa za marsikoga odlična rešitev za popravljanje fotografij. Žal pa ima inovativni 
program tudi veliko slabost, saj je omogočil spletnim nasilnežem, da z uporabo programa 
zlahka osramotijo in ponižajo katero koli osebo, od katere imajo fotografijo. To lahko storijo 
tako, da subjekt, ki je na fotografiji, elektronsko prestavijo v drugačno ozadje, kar pa lahko 
spremeni celotno dogajanje med nastankom fotografije. Oseba, ki je predmet predelave svoje 
fotografije, je tako postavljena v neprijeten kontekst ali prizorišče.39  
 
4.2 Širjenje govoric (ang. Rumor spreading) 
 
Res je, da so se govorice o posameznikih pojavljale že pred razmahom moderne tehnologije, 
vendar pa je danes njihovo širjenje doseglo popolnoma novo stopnjo. Računalniki in mobilne 
naprave omogočajo prenos informacij z neverjetno hitrostjo in zelo razširjeno mrežo 
naslovnikov. Ponižujoče govorice o vrstnikih se tako razširijo že z nekaj pritiski tipk. V nekaj 
minutah se lahko celotna šola seznani z govoricami in s tem začne okolica kruto ravnati s tarčo. 
Ker so govorice velikokrat poslane iz anonimnih računov, jim je težko določiti izvor. Ljudje 
lahko žrtev začnejo ignorirati, velikokrat pa so kritični tudi do njene obleke, glasu, družine, 
finančnega in socialnega statusa ter življenja žrtve govoric na splošno. Zaradi te agresije lahko 
pride pri žrtvah do anoreksije, samopoškodovanja, depresije, napadov tesnobe in tudi do misli 
o samomoru. Pošiljatelji imajo ob tem zmanjšan občutek slabe vesti, saj je lažje pritisniti na 
tipko kot pa povedati iste besede v »živo«, hkrati pa si lahko zavarujejo identiteto s tem, da se 
                                                          





anonimizirajo, tako da žrtev ne more ugotoviti, kdo je govorice sploh začel. Uporaba širjenja 
govoric kot spletnega medvrstniškega nasilja se pogosteje pojavlja pri dekletih kot pri fantih.40  
 
4.3 Žaljiva besedna sporočila in »trolanje« (ang. Flaming and trolling) 
 
Z angleško besedo flaming se označujejo objave na spletu ali elektronska sporočila, ki vsebujejo 
žaljiva, grozeča in sovražna sporočila z namenom, da bodo pri naslovniku izzvala negativna 
čustva ter razkrila njegove šibkosti. Največkrat se flaming pojavlja na mestih, ki so dostopna 
javnosti, kot so razne spletne klepetalnice in forumi. Trolanje (Trolling) je zelo podoben pojav 
flamingu. Tudi pri trolanju gre za žaljive, poniževalne komentarje in neresnične zgodbice. Od 
flaminga se razlikuje le po tem, da so negativne besede naslovniku namenjene za to, da ga 
vzpodbudijo, da se vključi v pogovor prek spleta ter s tem v njem dosežejo bes, jezo in 
ogorčenje. Žrtev je ob tem razburjena in lahko v dialogu čisto »izgubi pamet«.41 Nemalokrat v 
zmerjanje in negativne komentarje zapadejo tudi sodelujoči, ki želijo sodelovati pri razpravi z 
argumentiranimi in s poštenimi izmenjavami mnenj. 
 
4.4 Kraja identitete (ang. Impersonation) 
 
Kraja identitete se pojavi, če posameznik prevzame identiteto druge osebe. To lahko stori tako, 
da se prek uporabniškega imena in gesla prijavi v profil drugega uporabnika, nato pa v 
njegovem imenu komunicira z drugimi uporabniki, dodaja ponižujoče fotografije, objavlja 
negativne komentarje itn. S tem postavi osebo v neprijetni položaj, jo poniža, uniči prijateljske 
vezi, posledica pa je lahko izključitev te osebe iz kroga prijateljev. Kraja identitete je običajno 
ciljno usmerjena na določeno osebo in se ne pojavlja tako pogosto kot npr. izdelava neprijetnih 
fotografij ali pošiljanje sovražnih sporočil. Ta oblika nasilja zahteva več predhodnega 
načrtovanja dejanja.  
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4.5 Klofutanje za zabavo (ang. Happy slapping) 
 
Angleško besedo happy slapping bi lahko prevedli tudi kot »veselo klofutanje« in je mešanica 
fizičnega pa tudi spletnega medvrstniškega nasilja. Do pojava tega medvrstniškega nasilja 
pride, ko opazovalci s telefonom ali z drugo elektronsko napravo posnamejo nasilni fizični akt, 
nato pa ga objavijo na medmrežju. Oblika fizičnega nasilja se izvede tako, da storilec znano ali 
neznano žrtev hitro napade, jo udari ali oklofuta oz. ji kako drugače povzroči fizično bolečino. 
Sostorilec ta napad posname z mobilnim telefonom in posnetek prek mobilnih aplikacij 
razpošlje na družbena omrežja, ki omogočajo ogled videovsebin.42 Njihov namen je, da bo žrtev 
postala tarča posmehov, in služi storilcem za plehko zabavo.  
 
4.6 Grožnje s fizičnim nasiljem (ang. Physical threats) 
 
Ta oblika nasilja še posebej zahteva resno in takojšnjo obravnavo. Preveriti moramo, ali gre 
samo za slengovsko govorico mladih ali pa za tem stoji resna grožnja, ki zahteva vključitev 
organov pregona. Vsaka izjava »Ubil te bom, če boš hodila z drugim« še ne pomeni nujno, da 
prihaja do eksplicitne grožnje, vendar pa je potrebno, da se tudi pri na videz nedolžni grožnji 
preveri vse količine, ki so pripeljale do te grožnje.43  
  
4.7 Spletno spolno maščevanje (ang. Revenge porn) 
 
Spletno spolno maščevanje se začne s prostovoljno izmenjavo sporočil s spolno vsebino, ki 
vsebujejo tudi zelo intimne slike ali videoposnetke. Problem nastane takrat, ko pridejo takšne 
vsebine, ki so bile prvotno namenjene le eni osebi oz. določenemu številu oseb, na splet, na 
katerem jih lahko vidi na tisoče oseb. Največkrat je spletno spolno maščevanje zaslediti med 
dekletom in fantom, ki sta se razšla in se prek spleta maščujeta drug drugemu z objavljanjem 
intimnih posnetkov.44 
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4.8 Spletno zalezovanje (ang. Cyberstalking) 
 
Spletno zalezovanje opredelimo kot uporabo informacijske tehnologije, ki prek storilca 
povzroča strah, ogroža, moti ali drugače nadleguje žrtev. Spletno zalezovanje preganjajo v 
veliko državah. Izvaja se prek elektronske pošte in druge elektronske komunikacije. Namen 
storilca je spremljanje posameznika in ga prek elektronskih medijev nadlegovati ter pri žrtvi 
doseči prestrašenost. Mladi prek raznih družabnih omrežij vseskozi objavljajo fotografije, poleg 
katerih pripišejo, kje je bila slika narejena oz. kje se trenutno nahajajo. Pri tem pa ne pomislijo, 
da tako druge osebe izvejo, kam hodijo v šolo, kje so doma, katera je njihova priljubljena in 
največkrat obiskana kavarna, kam hodijo na športne aktivnosti itn. Z nekajmesečnim, mogoče 
tudi tedenskim spremljanjem profila določenega posameznika si lahko drug uporabnik hitro 


















5 ODZIVANJE NA SPLETNO MEDVRSTNIŠKO NASILJE 
 
Spletno medvrstniško nasilje vključuje spodbujanje sovraštva skupine mladih do svojih 
sovrstnikov, napade na zasebnost, razna nadlegovanja, žalitve, zlonamerne dostope do 
škodljivih vsebin ter širjenje nasilnih in žaljivih komentarjev. Vključuje lahko pošiljanje krutih, 
zlonamernih, včasih grozečih sporočil in ustvarjanje spletnih strani, ki vsebujejo zgodbe, risbe, 
slike in šale na račun medsebojnih odnosov. Takšno nasilje se lahko nanaša tudi na pošiljanje 
fotografij svojih vrstnikov in spodbujanje drugih, da ocenjujejo vrstnike glede na določene 
značilnosti ali da glasujejo za osebo, ki je na primer najgrša, najbolj nepriljubljena ali 
najdebelejša na šoli. Napadi na sovrstnike se lahko izvajajo tudi prek priljubljenih spletnih 
strani, na katerih mladostniki od drugih zahtevajo, da na primer naštejejo in potem glasujejo za 
osebo, ki jo najbolj sovražijo in da o tej osebi napišejo nekaj, kar bo žrtev osramotilo pred čim 
večjim številom vrstnikov. Nasilje na internetu vključuje tudi vdor v e-poštni naslov žrtve ter 
pošiljanje zlonamerne in neprijetne vsebine prek elektronskega naslova, napadenega drugim 
osebam z namenom, da se žrtev osramoti in prikaže v drugačni luči od resnične. 
Nasilje med vrstniki se vse bolj nanaša na več oblik komuniciranja, vključno z zvokom, s 
slikami, z animacijami in s fotografijami. Velik problem pri prepoznavanju spletnega nasilja je 
dejstvo, da ga večinoma izvajajo zlonamerni posamezniki s prikrito identiteto. Ravno 
anonimnost daje storilcem nasilnih dejanj prek spleta občutek, da lahko nekaznovano rušijo 
družbene norme in omejitve, kar vsekakor otežuje spopadanje s spletnim nasiljem. Negativne 
posledice spletnega nasilja so zaradi pomanjkljive nebesedne komunikacije, kot sta govorica 
telesa in ton glasu, pri posameznikih še težje določljive, saj ni neposredne čustvene povratne 
informacije o tem, ali je ravnanje prek interneta povzročilo sovrstniku škodo. 
Ko smo soočeni s spletnim nasiljem, je najpomembnejše, da čim bolj omilimo njegove 
posledice, in sicer s tem, da žrtev zaščitimo pred negativnim vplivom nasilneževih dejanj ter da 




                                                          





5.1 Prevencija spletnega medvrstniškega nasilja 
 
Star slovenski rek pravi: »Preventiva je boljša kot kurativa.« Veliko lažje in učinkoviteje je 
preprečiti oz. kolikor se le da omejiti spletno medvrstniško nasilje že na samih zametkih kot pa 
šele takrat, ko je škoda pravzaprav že storjena. Učenci, starši in tudi šola se morajo s skupnimi 
močmi spoprijeti z naraščajočim problemom spletnega nasilja in se zavzemati za njegovo 
minimalizacijo, s tem da zmanjšujejo že znana tveganja za nastanek tovrstnega pojava. Iz 
raziskav tradicionalnega medvrstniškega nasilja lahko že uporabljene oblike preventivnih 
ukrepov prenesemo na reševanje pojava spletnega nasilja. O njihovi uspešnosti lahko 
domnevamo zaradi tako zelo tesne povezave tradicionalnega medvrstniškega nasilja s spletnim 
medvrstniškim nasiljem. Mladi največ svojega časa preživijo v šoli, zato se spletno nasilje 
pogosto začne prav tam, nadaljuje pa se, ko so učenci doma na računalniku ali mobitelu. 
Največji vpliv na prevencijo ima torej šola prek splošne šolske politike, usposabljanja vseh 
zaposlenih, izvajanja programov za krepitev socialnih veščin in z izboljšanjem vsesplošne 
razredne klime. Priporočljivo je, da šola tudi starše seznani z aktualnim problemom med 
mladimi in jih usposobi, da skrbijo za njegovo preprečevanje tudi doma.  
 
5.1.1 Reševanje vprašanja preprečevanja spletnega medvrstniškega nasilja 
 
Z množično razširjenostjo produktov informacijske tehnologije med mladimi se je spremenilo 
njihovo medsebojno komuniciranje. Če je pred nastopom informacijskega »booma« veljalo, da 
se odnosi med mladimi rešujejo v zunanjem okolju, na ulici, pred šolo, na igrišču in na poti 
domov, so se danes odnosi prestavili v virtualni svet. S spremembo oblike medsebojnega 
komuniciranja so se spremenile tudi oblike medvrstniškega nasilja. Strokovnjaki, ki se 
ukvarjajo s fenomenom spletnega medvrstniškega nasilja, ugotavljajo, da tradicionalne metode 
preprečevanja medvrstniškega nasilja v realnem svetu ne uspevajo v zadostni meri v virtualnem 
svetu.46 Ameriška raziskovalca Justin W. Patchin47 in Sameer Hinduja48 sta to dokazovala v 
svojih raziskovalnih projektih, s katerimi se ukvarjata že od leta 2002. V študiji, v kateri sta 
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zbrala podatke iz let 2005 in 2006, ki je zajela populacijo 7.001 študentov iz 195 šol v ZDA, 
sta celo ugotovila, da so šole, ki so uvedle program za preprečevanje spletnega medvrstniškega 
nasilja, dejansko manj uspešne v preprečevanju nasilja kot šole, ki takšnih posebnih programov 
niso imele. Na osnovi teh rezultatov sta se zbudili tudi zvezna in državna vlada, ki sta začeli 
uveljavljati svoja prizadevanja in financirati posodobljene programe za preprečevanje spletnega 
nasilja. V novejših raziskavah, v katerih sta pregledala 19 ocen programov za preprečevanje 
spletnega nasilja, sta ugotovila, da ta prizadevanja potekajo dobro z mlajšimi učenci, medtem 
ko je pri srednješolcih treba programe dodatno strokovno poglobiti.49  
Pri reševanju vprašanja, kako preprečiti spletno nasilje, se v teoriji in praksi uporabljata dva 
pristopa.50 Prvi pravi, da bi se bilo pri perečem problemu spletnega nasilja treba opreti na že 
pridobljene izkušnje iz raziskav preprečevanja tradicionalnega nasilja, ki je potekalo »iz oči v 
oči«. Nekateri raziskovalci trdijo, da bi tradicionalne preventivne ukrepe le razširili in jih 
posodobili skladno z novo informacijsko tehnologijo, ne da bi bile ob tem potrebne obsežne in 
celovite strukturne spremembe. Drugi pristop razširja prvega s poudarjanjem drugačnega 
značaja spletnega nasilja in potrebe po njegovem obravnavanju kot samostojnega fenomena. 
Za najučinkovitejše metode pri preprečevanju spletnega nasilja so bili predlagani preventivni 
strateški ukrepi, ki vključujejo starše in učence z izobraževanjem o varni uporabi interneta. Zelo 
pomembno je tudi sodelovanje šole kot osnovne enote preventivnega mehanizma. Raziskovalci 
pa hkrati trdijo, da šoli manjka strokovno podkovanih sodelavcev, ki bi lahko svoje 
tradicionalne preventivne metode preusmerili k sodobnim metodam preprečevanja spletnega 
nasilja.  
 
5.1.2 Splošne strategije proti nasilju 
 
Strategije za preprečevanje spletnega nasilja, ki so bile uporabljene že pri pojavu 
tradicionalnega nasilja, so poudarjale vlogo šole oz. natančneje vlogo učiteljev. Ti menijo, da 
je pozitivno šolsko okolje zelo pomembno za zaščito učencev. Veliko raziskovalcev trdi, da so 
številni predlogi glede poučevanja in šolske politike, ki so bili prvotno razviti za namen 
preprečevanja tradicionalnega nasilja, zaradi njegove tesne zveze s spletnim nasiljem uporabni 
tudi tu. Poleg tesne povezave med omenjenima pojavoma je dodatni razlog tudi ta, da zelo malo 
mladostnikov sodeluje samo pri spletnem nasilju. Večina izmed njih jih sodeluje sočasno še pri 
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tako imenovanem tradicionalnem nasilju.51 Strategije, ki so se nanašale na tradicionalno nasilje, 
so v svojem portfelju vsebovale psihično, fizično in ekonomsko nasilje. Ker se je veliko 
medvrstniškega nasilja dogajalo na šolskem dvorišču, je imela šola s svojim izobraževalnim in 
z vzgojnim poslanstvom vsekakor osrednjo vlogo pri preprečevanju nasilja med mladimi. 
Spletno nasilje je kot produkt moderne informacijske dobe realnost našega časa, zato moramo 
biti na vsako obliko spletnega nasilja pozorni in jo preprečevati, saj je to naša družbena 
odgovornost. Z razširjenostjo spleta dobesedno v vsak dom in vse pore družbenega življenja je 
spletno nasilje postalo družbeni problem in ne problem posameznika, kakor je to veljajo še ne 
dolgo nazaj.  
Za reševanje problema spletnega nasilja je odgovorna predvsem družba s svojimi institucijami. 
O spletnem nasilju je treba govoriti, nanj opozarjati in ga v čim večji meri preprečevati. Medtem 
ko je v preprečevanju tradicionalnega nasilja veliko pomenila že domača vzgoja, ki je imela 
korenine v prenašanju vzgojnih prijemov iz roda v rod in je nasilje temeljijo na zlorabi moči 
fizično močnejšega do fizično šibkejšega, je sodobna oblika komunikacije medvrstniško nasilje 
prestavila iz realnega v virtualno okolje. V tem okolju pa se starši pa tudi vzgojitelji ne počutijo 
domače ter so o pasteh in moči spletnega medvrstniškega nasilja premalo poučeni. Povečanje 
zavesti o obstoju problema medvrstniškega nasilja na spletu in njegovih posledicah je eden 
izmed prvih korakov v katerem koli programu prevencije.52 Za uspešno prevencijo je ključno, 
da se vsi zaposleni v šoli, starši in učenci zavedajo nasilja, ki je prisotno. Učiteljem in tudi 
drugim zaposlenim na šoli so potrebna stalna strokovna izobraževanja in informacijske 
delavnice, prek katerih lahko pridobijo najnovejše informacije o obliki spletnega nasilja in 
povzročiteljih. Staršem pa je treba razložiti delovanje spletnega nasilja, ki se lahko dogaja med 
štirimi stenami doma 24 ur dnevno.  
 
5.1.3 Vzgoja mladih ter sodelovanje staršev in šole pri prevenciji 
 
Učenci pogosto izrazijo potrebo po tem, da bi se starši in učitelji bolje spoznali na moderno 
tehnologijo ter da bi vedeli, kaj sploh pomeni spletno nasilje. Povečanje ozaveščenosti in 
vedenja o spletnem nasilju ter njegovih negativnih posledicah med vsemi deležniki v šolskem 
procesu je vsekakor prvi korak k uspešni strategiji prevencije.53 To je predvsem pomembno, 
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ker za spletnim nasiljem največkrat stojijo anonimni vrstniki, ki otežujejo prepoznavo in 
razkritje nasilnežev na spletu ter s tem onemogočajo učinkovito prevencijo. V literaturi je 
poudarek tudi na odgovornosti vseh uporabnikov in lastnikov mobilnih in računalniških naprav, 
da skrbijo za varno uporabo naprav, ki jih uporabljajo, in pri tem poskrbijo za varovanje 
zasebnosti. Tak poudarek na skrbi za varnost naprav je popolnoma utemeljen, saj rezultati 
kažejo, da imajo nekateri pojavi spletnega nasilja vzrok v velikem številu anonimnih 
nasilnežev, ki izkoriščajo množično prisotnost mladih na spletnem omrežju, ki premalo 
pozornosti posvečajo svoji zasebnosti. Možnost anonimnosti na strani slabonamernih 
mladostnikov in veliko število mladih, ki uporablja splet, naredi veliko idealnejše pogoje za 
nastanek spletnega medvrstniškega nasilja, kot so tisti, ki pripeljejo do tradicionalnega 
medvrstniškega nasilja. Raziskave v okviru projekta EU Kids Online II54 kažejo, da lokacija 
domačega računalnika ne vpliva na povečanje zasebnosti na spletu, kar kaže na to, da mladi za 
medsebojno elektronsko komunikacijo uporabljajo tudi druge tehnološke naprave in jim 
prepoved sedenja pred računalnikom v svoji sobi ne zmanjša tveganja za spletno nasilje.  
Starši bi morali prevzeti še večjo vlogo pri nadzorovanju otrok pri komuniciranju. To pa lahko 
naredijo le tako, da se seznanijo z najnovejšo tehniko in nevarnostmi spletnega nasilja. Treba 
jih je opozoriti, da so pozorni na vse mogoče načine pošiljanja sporočil sredi noči v domači 
postelji, pošiljanje žaljivih e-sporočil z računalnika ter obisk nevarnih in sovražnih internetnih 
strani. Nujno je organizirati stalne razgovore med učitelji, starši in učenci o problematiki 
spletnega nasilja. Običajno imajo odrasli zelo malo znanja o spletnih aktivnosti svojih otrok. 
To je vidno že po tem, da ima marsikateri učenec boljši in naprednejši mobilni telefon od svojih 
staršev in učiteljev. Šole bi lahko z vpeljavo računalniških delavnic in delavnic o spoznavanju 
spletnega življenja mladih dvignili zavest staršev o pretečem novodobnem nasilju. 
Pri preprečevanju spletnega nasilja je izrazito pomembna vloga šole in šolskih pravil. Vsaka 
šola bi morala izdelati svoj načrt, kako ga bo preprečevala. Kopiranje in prevzemanje 
programov drugih šol ni priporočljivo, saj je lahko zaradi demografske sestave učencev 
situacija glede spletnega nasilja čisto drugačna. Proces ustvarjanja lastne strategije je enako 
pomemben kot sam rezultat, ki se pri tem želi doseči. Vsaka šola mora imeti jasno postavljena 
pravila, hkrati pa mora imeti tudi jasno določene kazni za storilce spletnega medvrstniškega 
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nasilja. Pomembno je, da se postavljena pravila upoštevajo vsak dan.55 Veliko vlogo pri varni 
uporabi interneta ima tudi učinkovita priprava učnega načrta, v katerega je treba vključiti učenje 
mladih o vrednotah in empatiji ter jih v okviru raznih šolskih predmetov podučiti o nevarnih 
pasteh medmrežja.56 Poseben poudarek mora biti namenjen opozorilu varovanja zasebnosti, še 
posebej pri objavljanju svojih fotografij na raznih spletnih družbenih omrežjih. Čeprav je zelo 
pomembno, da skušamo mlade čim bolje zaščititi pred spletnim nasiljem, se moramo obenem 
zavedati, da ga nikoli ne bomo morali popolnoma izkoreniniti. Šola mora izvajati tudi 
programe, ki bodo učence motivirali in opogumili, da bodo ukrepali, takoj ko bodo zaznali 
kakršno koli nasilje.  
 
5.1.4 Prevencija pri ponudnikih storitev interneta in mobilne telefonije 
 
Pomembno vlogo pri prevenciji spletnega medvrstniškega nasilja lahko odigrajo tudi ponudniki 
storitev interneta in mobilne telefonije. Enega izmed zanimivih preventivnih pristopov se je 
lotil v letu 2014 domači ponudnik komunikacijskih storitev Telekom Slovenije, d. d., v okviru 
projekta Moč besed.57 S tem projektom želijo mlade opozoriti na pomen kulturnega spletnega 
dialoga s poudarkom na ničelni toleranci do sovražnega govora. Z videoprispevki ter s 
sloganoma »Kar poveš, je zares!« in »Ne objavi, kar te lahko gnjavi!« poudarjajo moč besed, 
ki si jih mladi izmenjujejo prek družbenih omrežij. Mladi se velikokrat ne zavedajo, da so žrtve 
žaljive komunikacije v virtualnem svetu pravzaprav resnične osebe v realnem svetu, na katerih 
žalitve puščajo negativne posledice. 
 
5.2 Spopadanje s spletnim medvrstniškim nasiljem 
 
S preventivnimi ravnanji se želimo zaščititi pred spletnim medvrstniškim nasiljem, ki ga v celoti 
sicer ne moremo izkoreniniti, lahko pa ga zmanjšamo. Ko se spletno nasilje že pojavi, se 
moramo z njim spoprijeti ter ga čim prej ustaviti in tako zmanjšati njegove negativne posledice. 
Kar sam od sebe se pojavi dobronameren nasvet: »Najboljša zaščita pred slabonamernimi 
napadalci na spletu je ta, da preprosto ugasneš računalnik in se izključiš s spleta.« Vendar so 
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taki nasveti naivni in niso dobronamerni, saj se mora v tem primeru žrtev spletnega nasilja 
odpovedati vsakdanji življenjski koristni dobrini zaradi slabonamernosti osebe na drugi strani 
spleta.58 Dejstvo je, da je takšno mišljenje starejših eden glavnih razlogov, da otroci ne povedo 
staršem o njihovih negativnih izkušnjah, ki so jih imeli s spletnim nasiljem. Otroci ne želijo biti 
kaznovani s prepovedjo uporabe spleta, saj s tem izgubijo stik s sovrstniki na zabavnem in tudi 
šolskem področju, na katerem jim splet pomaga pri reševanju šolskih nalog. Naslednji razlog, 
da je tak nasvet brezpredmeten, je dejstvo, da se spletno nasilje izvaja tudi tisti čas, ko žrtev ni 
na spletu. Napadalec lahko ustvari lažni profil na Instagramu ali pa prek lažnega e-naslova 
pošilja žaljiva sporočila sovrstnikom. Ko svetujemo mladostnikom, da izključijo svoje naprave, 
pošljemo napačno sporočilo. Sporočamo jim, da če so v šoli nasilneži, naj potem ne hodijo v 
šolo, čeprav so šole najvarnejša mesta za mladostnike. Mladostnike moramo usmerjati k 
uporabi modernih komunikacijskih tehnologij in jim povedati, da internet, družbena omrežja in 
pametni telefoni niso problem. Nasilje je bilo v določeni meri vedno prisotno okrog nas. Mlade 
ljudi moramo pritegniti k izobraževanju, socialnim in medčloveškim ciljem ter jih podučiti, 
kako ravnati, ko so postavljeni pod grožnjo spletnega medvrstniškega nasilja. Bolj kot na 
preprečevanje moramo usmeriti pozornost na odkrivanje in zavedanje problemov ter med 
mladimi ustvariti zaupanje in jim omogočiti, da se ob spletnem napadu zatečejo k strokovni 
pomoči. Omogočiti jim moramo anonimni sistem poročanja o spletnem nasilju, jim predstaviti 
svoja jasna stališča o spletnem nasilju in kaznovanju nasilnežev. Po potrebi moramo sodelovati 
tudi s ponudniki storitev interneta in mobilnih telefonov.  
Veliko spletnega medvrstniškega nasilja se dogaja tudi v šoli prek šolskih računalnikov ali 
mobilnih telefonov, ki so jih v šolo prinesli učenci. Če mladi zaznajo spletno nasilje v šoli in o 
tem obvestijo šolsko osebje, je šola dolžna posredovati. Takšno nasilje lahko izpolnjuje tudi 
zakonske znake nekaterih kaznivih dejanj iz Kazenskega zakonika, zato je šolsko osebje, če se 
ne odzove na kršitev, pravno odgovorno. Ob zaznavi ali prijavi učencev o spletnem nasilju se 
morajo učitelji in drugi zaposleni na šoli takoj aktivno odzvati in zagotoviti varnost žrtvi ter ji 
pokazati sočutje in empatijo. Šola mora sprožiti preiskavo in zbrati oprijemljive dokaze ter se o 
vsej problematiki posvetovati s starši udeleženih mladostnikov in ob sumu na kaznivo dejanje 
obvestiti tudi policijo.59 Storilci, ki še niso dopolnili 14 let, ne morejo biti kazensko preganjani 
in kaznovani. Policija bo v tem primeru obvestila center za socialno delo, ki bo nadalje ukrepal 
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tako, da bo opravil razgovor s starši in z otrokom ter jim podal informacijo o mogočih 
socialnovarstvenih storitvah.60  
 
5.3 Negativne posledice spletnega medvrstniškega nasilja 
 
Tudi če se uspešno spopademo s spletnim medvrstniškim nasiljem ter ga uspemo prepoznati in 
zaustaviti, bodo pri žrtvi še vedno ostale negativne posledice. Pri tem je pomembna skrb za 
izboljšanje njenega duševnega stanja in to, da se čim bolj omeji negativni vpliv spletnega 
nasilja. Žrtev se bo sicer trudila čustveno spoprijeti z negativno situacijo, vendar je njena 
strategija obrambe zaradi čustvene prizadetosti lahko velikokrat škodljiva in položaj samo še 
poslabša. Zato je pomoč prijateljev, družine in raznih ustanov, ustanovljenih za pomoč mladim 
v stiski, več kot dobrodošla. 
V zadnjih letih narašča število raziskav in razprav na temo spletnega medvrstniškega nasilja, 
kar je povzročilo, da se spreminja tudi družbeni pogled nanj. Včasih so na spletno nasilje gledali 
kot na normalni del obdobja odraščanja mladih, ki ga doživijo na prehodu iz otroškega v odraslo 
fazo, ki ga morajo preživeti. Danes pa se družba zaveda nevarnosti njegovih škodljivih posledic 
in potrebo po njegovi prevenciji. Številne raziskave so pokazale, da se škodljive posledice ne 
pokažejo le pri žrtvah tovrstnega nasilja, ampak tudi pri storilcih nasilnih dejanj in osebah, ki 
so bile kakor koli vpletene ali priča nasilnim dogodkom. Največje spremembe v vedenju pa se 
seveda pokažejo pri žrtvah, ki postanejo depresivne, zaskrbljene, brezvoljne in prestrašene. V 
študiji o posledicah spletnega nasilja med mladostniki iz leta 201061 se je raziskovalo, kakšne 
psihološke posledice in spremembe v obnašanju se pojavijo pri žrtvah in storilcih, ločeno glede 
na spol. Pri žrtvah so ugotovitve pokazale, da so škodljive posledice hujše pri dekletih kot 
fantih. Dekleta so začela ali povečala uporabo drog in imela znižano samopodobo, medtem ko 
se pri fantih ni pojavila nobena izmed omenjenih posledic. Pri storilcih pa so se pokazale 
negativne posledice v obliki zaskrbljenosti, depresije in psihosomatskih simptomov. Posledično 
so imeli slabše psihosocialne odnose. Psihosomatski simptomi so se odražali v nastanku težav 
v šoli, slabem vedenju in v zlorabi prepovedanih substanc. Pri takih mladostnikih se je povečala 
tudi verjetnost, da bodo kršili pravila in bili kazensko obsojeni že v zgodnji fazi odraslosti. 
Avstralska raziskava62 je pokazala, da povzroča spletno nasilje veliko bolj škodljive posledice 
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kot jih povzroča tradicionalno nasilje. Pokazala je tudi to, da spletno nasilje slabo vpliva na 
žrtvino mentalno stanje, kar lahko pripelje do depresije, zmanjša samopodobo žrtve in povzroča 
utesnjenost. Medtem ko se pri tradicionalnem nasilju v javnosti niso pojavljale težnje po 
spremembi zakonodaje, ki bi skrbela za prevencijo in kaznovanje storilcev, se danes opaža 
vedno večja zaskrbljenosti za žrtve spletnega medvrstniškega nasilja in s tem povezano željo 






















6 SPLETNO MEDVRSTNIŠKO NASILJE KOT KAZNIVO DEJANJE 
 
Zavedamo se, da je spletno medvrstniško nasilje nedopustno dejanje, ki pri žrtvah in tudi pri 
storilcih ter navzočih osebah prinaša veliko škodljivih posledic. Ravno zaradi tega se je v 
strokovni javnosti pojavilo vprašanje, ali se je treba na spletno nasilje odzvati tudi s kazenskim 
pravom. V nasprotje si prihajata dva različna pogleda glede kaznovanja nasilnih dejanj, ki se 
dogajajo v spletnem okolju. En pogled pravi, da mora biti tudi govor na spletu nadzorovan in 
omejen, sicer lahko pripelje do usodnih posledic. Drugi pogled pa gre v nasprotno smer, saj si 
želi »svoboden svet« in ne želi, da bi bilo vsako škodljivo dejanje prepovedano s Kazenskim 
zakonikom, zaradi česar zagovarja necenzuriran govor na spletu, ki ga podkrepi s pravico do 
svobode govora.63 
O pogledu na to, kakšno je mnenje javnosti o inkriminalizaciji spletnega nasilja v Sloveniji, sta 
Aleš Završnik in Anja Sedej predstavila izsledke internetne ankete o spletnem nasilju in 
viktimizaciji, ki sta jo izvedla med študenti na več fakultetah v Sloveniji. Ti so pokazali, da več 
kot polovica anketirancev meni, da si spletno nasilje zasluži inkriminacijo.64 Zanimivo je tudi 
dejstvo, da si večina anketirancev želi strogo kaznovanje spletnega nasilja, petina si želi kar 
kaznovanje z večletno zaporno kaznijo.65 
Pod kaznivim dejanjem spletnega nasilja bi tako umestili tudi spletno medvrstniško nasilje, zato 
mora vzporedno potekati diskusija o tem, ali res želimo kriminalizirati mladostnike nad 14 let 
ali pa naj spletno nasilje mladostnikov raje prepustimo disciplinskemu obravnavanju šole ter 
njene preventive, ki bo potekala prek poučevanja mladih o nevarnosti in nepravilnosti nasilnega 
obnašanja.  
Problematika kaznovanja spletnega medvrstniškega nasilja poteka znotraj trikotnika starši – 
učitelji – organi pregona. Starši in tudi učitelji menijo, da se sami ne zmorejo spoprijeti s 
kaznovanjem spletnega nasilja med mladimi in to prepuščajo organom pregona. Starši trdijo, 
da ne morejo biti tako dobro poučeni o razvoju in uporabi moderne komunikacijske tehnologije, 
kot so danes seznanjeni z njo njihovi otroci. Učitelji se tudi izogibajo odgovornosti za spletno 
nasilje, saj se to velikokrat dogaja zunaj šolskih prostorov. Po drugi strani pa organi pregona 
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želijo imeti pred intervencijo zadostno količino in težo dokazov o spletnem nasilju, ki lahko 
resno ogrozi posameznikovo fizične varnost.66  
 
6.1 Pravo kot element preprečevanja spletnega medvrstniškega nasilja 
 
V javnosti obstaja neko splošno mišljenje o kazenskem pravu. Večina ljudi misli, da je pravo 
mehanizem, ki kaznuje nedovoljena obnašanja, pri čemer vsebuje jasna in nedvoumna pravila 
o tem, katero ravnanje je dovoljeno in katero prepovedano. Nekatere oblike spletnih nasilnih 
dejanj vrstnikov so namreč tako hude, da pri žrtvi povzročijo nepopravljive škodljive posledice, 
zaradi katerih se zdi nujno potrebno kazensko obravnavanje storilcev. Starši, učitelji in širša 
javnost vse bolj pričakujejo, da bo kazensko pravo zagotovilo primeren pravni odziv na spletno 
nasilje.67 Pravo kot element preprečevanja spletnega medvrstniškega nasilja bi delovalo kot 
sredstvo zastraševanja, torej preventivno. Hkrati bi določilo tudi jasno mejo, pri čemer vedenje 
na spletu postane nesprejemljivo in prepovedano.68 Kazensko pravo v vsaki državi formalizira 
tamkajšnje družbene norme (moralo in vrednote), ki jih postavi družba. Ker pravo in družbene 
norme vplivajo druga na drugo, lahko pravo spremeni razmišljanje prebivalcev neke države 
tudi do te mere, da spremeni njihovo ponotranjeno moralo in vrednote.69 Zato bi jasna pravna 
formulacija o tem, kaj je na spletu dovoljeno in kaj ne, lahko imela progresivne učinke na 
vedenje družbe na spletu v smeri zmanjševanja spletnega nasilja. V ta namen bi bilo treba 
spremeniti kazensko materialno zakonodajo, s katero bi v že obstoječih kaznivih dejanjih 
spremenili njihov opis, dodali kvalifikatorne oblike ali pa oblikovali povsem nove 
inkriminacije.70  
Po drugi strani pa bi bila prepoved z zakonom kot element prevencije nesmiselna, če je mladi 
ne bi jemali resno, saj vedo, da so na spletu anonimni, zato tudi ne verjamejo, da bi bili lahko 
zasačeni prek organov pregona. Poleg tega večina mladih ni seznanjena z zakonodajo. Primer 
za to trditev je risanje grafitov, ki je sicer prepovedano, a to mladih ne odvrača od takšne 
dejavnosti. Tako tudi spletno nasilje ne bi imelo dovolj obsežnega nadzora, ki je potreben za 
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učinkovito udejanjanje zakonodaje ali pa vsaj dovolj močnih sankcij za odvračanje nekaterih 
mladih od nasilnih dejanj na spletu.71  
 
6.2 Slovenska kazenska zakonodaja o spletnem medvrstniškem nasilju 
 
V slovenski zakonodaji se kazenska odgovornost za storjeno kaznivo dejanje začne z 
dopolnjenem 14. letom starosti72. To pomeni, da oseba, ki je storila protipravno dejanje, vendar 
še ni bila stara 14 let, ne more biti storilec kaznivega dejanja. Zato se zoper njo tudi ne smejo 
uporabiti kazenske sankcije. Z dopolnjenim 14. letom starosti otroci postanejo mlajši 
mladoletniki, kar ostanejo do svojega 16. leta. Zoper njih se smejo izreči le vzgojni ukrepi.73 
Med 16. in 18. letom pa so kategorizirani kot starejši mladoletniki, zoper katere se smejo poleg 
vzgojnih ukrepov izjemoma izreči tudi denarna kazen ali mladoletniški zapor ter stranski kazni 
prepoved vožnje motornega vozila ali izgon tujca iz države.  
V Sloveniji nimamo samostojnega člena znotraj Kazenskega zakonika, ki bi se nanašal 
eksplicitno na spletno medvrstniško nasilje, vendar pa v posameznih oblikah spletnega 





Spletno zalezovanje se kaznuje skladno z 134. a-členom KZ-1, ki določa, da kdor koga drugega 
ali njegovega bližnjega z vzpostavitvijo stika prek elektronskih komunikacijskih sredstev 
zalezuje in pri njem ali njegovem bližnjem povzroči prestrašenost ali ogroženost, se kaznuje z 
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Grožnja s fizičnim nasiljem prek spleta se kaznuje skladno s 135. členom KZ-1, ki določa, da 
je spletni nasilnež kaznovan z denarno kaznijo ali zaporom do šestih mesecev, če nadleguje 
žrtev z resno grožnjo, da bo napadel njegovo življenje, telo, prostost, njegovo premoženje 
velike vrednosti ali da bo ta dejanja storil zoper njegovo bližnjo osebo. 
 
6.2.3 Zloraba osebnih podatkov 
 
Skladno s 4. odstavkom 143. člena KZ-1 pride do zlorabe osebnih podatkov ob kraji identitete, 
ko spletni nasilneži prevzamejo identiteto druge osebe. To storijo tako, da se prek 
uporabniškega imena in gesla žrtve prijavijo na družbeno omrežje, nato pa s pošiljanjem 
negativnih komentarjev in ponižujočih fotografij škodujejo žrtvi. Če v tem dejanju prepoznamo 
pravo ime in priimek žrtve ter njene druge osebne podatke, po katerih jo lahko prepoznamo, so 
izpolnjeni zakonski znaki kaznivega dejanja po 143. členu KZ-1, ki določa, da je prevzemanje 
identitete druge osebe, ki prizadene njeno osebno dostojanstvo, kaznivo dejanje, ki se kaznuje 
z zaporom od treh mesecev do treh let.  
Skladno s 6. odstavkom 143.člena KZ-1 pa pride do zlorabe osebnih podatkov ob javni objavi 
posnetkov ali sporočil žrtve s spolno vsebino brez njene privolitve, če s tem huje prizadene 
njeno zasebnost in se kaznuje z zaporom od treh mesecev do treh let.  
 
6.2.4 Kršitev tajnosti občil 
 
Če spletni nasilnež brez vednosti žrtve vdre v njen elektronski poštni predal ali v seznam SMS-
sporočil na mobilnem telefonu ter se seznani z njihovo vsebino, krši 2. točko 2. odstavka 139. 
člena KZ-1. Ta določa, da se z denarno kaznijo ali zaporom do enega leta kaznuje tisti, ki se z 










6.2.5 Neupravičeno slikovno snemanje 
 
Če spletni nasilneži neupravičeno posnamejo ali na spletu objavijo posnetek žrtve, od katere 
niso prijeli njenega soglasja in s tem občutno posežejo v njeno zasebnost, se jih lahko kaznuje 
z denarno kaznijo ali  zaporom do enega leta skladno s 1. odstavkom 138. člena KZ-1.  
6.2.6 Kazniva dejanja zoper čast in dobro ime 
 
Če spletni nasilneži prek spleta žrtev razžalijo, raznašajo o njej neresnične informacije, jo po 
krivem obsojajo ali opravljajo njo ali njeno družino ter s tem škodujejo njenemu dobremu 
imenu, se lahko kaznujejo po 158., 159., 160. in 161. členu KZ-1. Za ta kazniva dejanja so 



















7 VLOGA IN CILJI INSTITUCIJ V BOJU PROTI SPLETNEMU     
MEDVRSTNIŠKEMU NASILJU 
    
 
Boj proti spletnemu medvrstniškemu nasilju poteka v treh stopnjah. Prva je prevencija, s katero 
zmanjšamo tveganje za nastop spletnega medvrstniškega nasilja, v drugi smo soočeni z že 
nastalim nasiljem, v tretji pa opravljamo njegove negativne posledice. V cilju doseganja 
uspešnih rezultatov v boju proti spletnemu nasilju je država vzpostavila najširšo aktivacijo 
mreže deležnikov, ki se neposredno ukvarjajo s pojavom mladih na spletu in posledično 
spletnim medvrstniškim nasiljem. Sestavljajo jih vladne, nevladne in hibridne institucije, 
akademske organizacije, stanovska združenja ter društva.74 Najpomembnejše institucije v boju 
proti spletnemu medvrstniškemu nasilju so prikazane v nadaljevanju.   
 
7.1 Izobraževalne institucije  
 
Vsak mladostnik ima pravico, da se izobražuje v fizično in emocionalno varnem šolskem 
okolju. Osnovni namen vzgojno-izobraževalnega procesa je, da mladi pridobijo čim več znanja 
in izkušenj za nadaljnja obdobja življenja. Poleg tega je šola tudi prostor, v katerem se mlade 
vzgaja, se jih nauči strpnosti in spoštovanja do soljudi ter se jih usmeri k ponotranjenju 
preostalih pozitivnih vrednot. Ravno zaradi tega je šola kot izobraževalna institucija dolžna 
skrbeti za preprečevanje medvrstniškega nasilja, če pa se to vendarle pojavi, se mora primerno 
in dosledno nanj odzvati in ga čim prej ustaviti ter omiliti negativne posledice vseh 
udeležencev.75 Povečana uporaba interneta in novih komunikacijskih sredstev med mladimi je 
povzročila, da se je medvrstniško nasilje s šolskega dvorišča preselilo tudi v šolske učilnice. 
Moderno informacijsko tehnologijo učenci uporabljajo za učenje in reševanje problemov, ki so 
del učnega programa. Poleg izobraževanja pa je najhitreje rastoča internetna aktivnost uporaba 
družbenih omrežij. Medvrstniška komunikacija prek družbenih omrežij poleg zabave 
mladostnike izpostavlja različnim tveganjem.76 Slabonamerna izraba najrazličnejših podatkov, 
ki jih mladi objavljajo na družbenih omrežjih, je pogosto jedro spletnega medvrstniškega 
nasilja.  
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Pri tradicionalnem medvrstniškem nasilju, ki se zgodi na šolskem dvorišču ali znotraj šolske 
ustanove, so pedagoški delavci prvi, ki opazijo znake tega nasilja. Tudi če otroci sami ne 
razkrijejo nasilja, so posledice storjenega nasilja vidne. Otrok ima lahko znake zunanjih 
poškodb, je vidno razburjen, joka, ima raztrgana oblačila ali se vidno prestrašeno obnaša. 
Spletno nasilje med mladimi pa nima tako vidnih posledic, zato veliko pedagoških delavcev 
tega nasilja ne bo nikoli zaznalo.77 Žrtve spletnega nasilja se le malokrat zaupajo pedagoškim 
delavcem, zato je zelo pomembno, da se problematika spletnega nasilja vključi v širšo razpravo 
pedagoške stroke. Za izpolnjevanje svojih dolžnosti je potrebno, da izobraževalne institucije 
vzpostavijo strokovno močno podprt šolski koordinacijski tim, ki bo poskrbel za vse faze 
obravnave spletnega medvrstniškega nasilja. V svojem načrtu mora najprej določiti, na kak 
način se bo izvajala preventivna politika. V naslednji fazi načrta boja proti spletnemu nasilju 
morajo šole definirati strategijo spoprijemanja z že nastalim spletnim nasiljem. V zadnji fazi pa 
mora šola iskati rešitve v povezavi z zmanjševanjem negativnih posledic.78 Medvrstniško 
nasilje je zelo kompleksen pojav, kar pomeni, da mora šola k njemu pristopiti sistematično, 
premišljeno in celostno. Spletno nasilje se pojavlja v šoli in tudi zunaj šole, kar izzove potrebo 
po sodelovanju širšega kroga udeležencev, učencev, vseh zaposlenih na šoli in tudi staršev.  
 
7.2 Center za varnejši internet 
 
Projekt Center za varnejši internet izvajajo Univerza v Ljubljani, Fakulteta za družbene vede, 
Zavod Arnes, Zveza prijateljev mladine Slovenije in Zavod MISSS (Mladinsko informativno 
svetovalno središče Slovenije), financirata pa ga Agencija INEA pri Evropski komisiji prek 
programa varnejši internet in ministrstvo za javno upravo. Program Evropske komisije Varnejši 
internet spodbuja in financira nacionalne aktivnosti držav Evrope za zagotavljanje in 
spodbujanje varne rabe interneta med mladostniki, učitelji in starši. Deluje na štirih ključnih 
področjih ukrepanja, in sicer na ozaveščanju javnosti, boju proti spletnemu nasilju, spodbujanju 
varnejšega spletnega okolja in širjenju baze znanja. Slovenski Center za varnejši internet ponuja 
tri glavne storitve: točko ozaveščanja o varni rabi interneta Safe.si, svetovalni telefon za 
mladostnike TOM ter anonimno mesto spletnih prijav neprimernega in sovražnega govora 
Spletno oko.79 
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Namen točke Safe.si je ozaveščanje mladostnikov, staršev, učiteljev, vseh drugih zaposlenih v 
izobraževalnih ustanovah in socialnih delavcev o varni rabi interneta ter modernih 
komunikacijskih tehnologij in naprav. Svoje poslanstvo opravljajo prek raznoraznih delavnic 
in kampanj v javnosti, online prek interneta in raznih družbenih omrežij. Za razširjanje vedenja 
o uporabi moderne tehnologije in vedenjem na spletu publicirajo veliko raznoraznih pisnih 
gradiv, brošur, zloženk, videov, didaktičnih iger in risank.80 
 
7.2.2 TOM (telefon za otroke in mladostnike) 
 
Telefon za otroke in mladostnike je bil ustanovljen leta 1990, kar je storila Zveza prijateljev 
mladine Slovenije (ZPMS). Pobudo za njegov nastanek je dala Komisija za otrokove pravice. 
Namen ustanovitve TOM-a je bil čustvena podpora mladostnikom v fazi odraščanja, ki se 
srečujejo z različnimi težavami, stiskami in dilemami. Z naraščanjem uporabe interneta in 
družbenih omrežij ter z njimi povezane problematike spletnega medvrstniškega nasilja je TOM 
postal tudi mesto, na katerem lahko mladi anonimno prijavijo spletno nasilje in se pogovorijo s 
svetovalci, ki so strokovno usposobljeni za pomoč mladim v stiski. TOM zagotavlja 
anonimnost in zaupnost pogovora med klicateljem in svetovalcem.81 Svetovalci pomagajo 
mladim, tako da jih poslušajo, jim odgovorijo na njihova vprašanja in tudi tako, da jim ponudijo 
čim bolj ustrezne rešitve iz tesnobne situacije.  
Danes TOM sestavlja nacionalna mreža, ki povezuje okoli 200 usposobljenih svetovalcev. 
Mrežo sestavlja osem svetovalnih skupin v Ljubljani, Mariboru, Murski Soboti, Slovenskih 
Konjicah, Velenju, Krškem, Idriji in v Tolminu.82 Za celovito pomoč mladim v stiski, ki so 
soočeni s spletnim nasiljem, se TOM povezuje z drugimi institucijami, ki jim lahko nudijo 
neposredno pomoč, kot na primer svetovalne službe na šolah, centri za socialno delo, krizni 
center, drugi telefoni za klice v duševni stiski in druga društva ter organizacije, ki se ukvarjajo 
s spletnim medvrstniškim nasiljem. 
Mladostniki, ki so v težavah in iščejo pomoč, lahko do TOM-a dostopajo tudi prek računalnika, 
in sicer prek elektronske pošte. V tem vidim prednosti in slabosti v primerjavi z reševanjem 
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težav prek telefonskega klica. Veliko lažje je pisati o svojih težavah kot pa o njih govoriti, zato 
menim, da mladi s klikanjem na tipkovnico, kar jim je dandanes še posebej blizu, lažje opišejo 
svoje težave ter konkretno in neposredno zaprosijo za pomoč. Vedo, da so anonimni, da jih 
nihče ne bo mogel prepoznati po glasu in da bodo pred nadaljnjimi nasveti lahko v miru 
premislili in nato odgovorili. Na drugi strani pa vidim slabost elektronske izmenjave sporočil, 
saj mladostnik ne bo vedel, kdaj točno lahko pričakuje odgovor. Gotovo pa ga ne bo dobil tako 
hitro, kot bi ga prek telefonskega klica. Problem deluje tudi v nasprotni smeri, saj svetovalci ne 
vedo, ali je oseba res prejela njihov odgovor. Ne vedo, ali so z odgovorom resnično zajeli tisto, 
po čemer je mladostnik spraševal. Če je prek telefona težko zaznati, kakšen je njegov odziv, je 
prek elektronskega sporočila to še težje oz. skoraj nemogoče. 
Najprej je TOM deloval le kot telefonsko svetovanje, pozneje tudi kot elektronsko svetovanje 
v obliki elektronskih sporočil, leta 2013 pa je svoje delovanje razširil na internetno klepetalnico. 
V primerjavi z elektronskimi sporočili je velika prednost klepetalnice ta, da se vprašanja in 
odgovori vrstijo kontinuirano. Tako dobi mladostnik takojšni nasvet za stisko, v kateri se je 
znašel.83 
 
7.2.3 Spletno oko 
 
Spletno oko je točka za prijavo sovražnega govora in posnetkov spolnih zlorab otrok na 
internetu. Prijavna točka je bila v okviru programa Varnejši internet ustanovljena septembra 
2006, v naslednjem letu pa je bila vzpostavljena tehnološka platforma za spletne prijave in 
sodelovanje s policijo. V kontekstu boja proti spletnemu nasilju Spletno oko vse deležnike 
spletnega medvrstniškega nasilja, mladostnike, starše, učitelje in socialne delavce ozavešča o 
varni rabi interneta in mobilnih naprav. Svoj cilj izvršuje prek raznih delavnic, gradiv, kampanj 
in drugih aktivnostih, ki potekajo prek interneta in tudi »v živo«.84 
Prijavna točka Spletno oko omogoča slovenskim uporabnikom interneta anonimno prijavo 
sovražnega govora na osnovi 297. člena KZ-1, ki prepoveduje uporabo grožnje, zmerjanja in 
žalitev z namenom povzročanja negativnih čustvenih in družbenih posledic ljudem. Na Spletno 
oko se lahko prijavijo tudi zapisi, ki sicer ne izpolnjujejo zakonskih znakov kaznivega dejanja 
po 297. členu KZ-1, vendar jih vseeno lahko uvrstimo pod nesprejemljivi govor. Zanj lahko 
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obstaja tudi pravna podlaga zunaj 297. člena KZ-1, in sicer na osnovi drugih členov KZ-1, ki 
jih najdemo v Kazenskem zakoniku pod poglavjem Zoper čast in dobro ime.85 
 
7.3 Društvo za nenasilno komunikacijo 
 
Društvo za nenasilno komunikacijo je nevladna organizacija, ki deluje humanitarno in 
neprofitno. Ustanovljeno je bilo leta 1997. Od ustanovitve naprej so do leta 2005 sodelovali v 
Strokovnem svetu za problematiko nasilja nad ženskami pri ministrstvu za delo, družino in 
socialne zadeve, od leta 2005 naprej pa sodelujejo pri istem ministrstvu v Strokovnem svetu za 
problematiko nasilja. Skupaj z drugimi skupinami sodelujejo pri izpopolnjevanju obstoječe 
zakonodaje in ponudbe storitev na področju preprečevanja nasilja. Njegovo poslanstvo je 
delovati preventivno in tudi kurativno. S tem, ko med družbo širi principe nenasilne 
komunikacije, zmanjšuje izbruhe nasilja v njej. Kurativno delovanje pa se kaže prek pomoči 
žrtvam nasilja in tudi prek pomoči osebam, ki nasilje izvajajo. Društvo za nenasilno 
komunikacijo je prva nevladna organizacija, ki prek programov dela pomaga storilcem nasilnih 
dejanj, da spremenijo svoje škodljivo in nasilno vedenje. Društvo temelji na prostovoljnem delu 
posameznikov, ki morajo najprej opraviti ustrezno usposabljanje in o svojem delu redno 
poročati svojemu mentorju. Svoja znanja in izkušnje poglabljajo na intervizijskih srečanjih vseh 
prostovoljcev, na katerih skupno rešujejo odprte dileme dela s posameznimi mladostniki. Za 
svetovanje in pomoč žrtvam spletnega medvrstniškega nasilja je društvo dosegljivo prek 




Logout je specializirani center pomoči pri prekomerni uporabi interneta, ki je bil ustanovljen 
leta 2010. Center organizira tudi psihološko svetovanje ter informiranje mladostnikov in staršev 
ob različnih tveganih spletnih vedenjih. V njihovo področje dela spadata tudi brezplačna 
specifična pomoč in podpora mladostnikom, ki so udeleženi pri spletnem medvrstniškem 
nasilju. Svoje poslanstvo izvršujejo prek seminarjev, predavanj in delavnic za različne ciljne 
skupine. Center ima podružnice v Ljubljani, Izoli, Celju in v Radečah. Sodeluje z zunanjimi 
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8 ANALIZA INTERVJUJEV 
 
Za praktični del magistrskega dela sem izvedla intervju s strokovnjaki, ki delajo v institucijah, 
ki spremljajo, izvajajo preventivo, ozaveščajo mladoletnike in drugo javnost, kaznujejo 
nasilneže in nudijo pomoč storilcem in tudi žrtvam spletnega medvrstniškega nasilja. 
Sodelovalo je pet intervjuvancev, ki sem jih intervjuvala v obdobju od avgusta do oktobra 2018: 
 Zdenka Švaljak – strokovna vodja nacionalne mreže TOM; 
 Anita Jerina – Društvo za nenasilno komunikacijo; 
 Vinko Stojnšek – Generalna policijska uprava, Oddelek za mladoletniško kriminaliteto; 
 Marko Puschner – samostojni strokovni delavec – Safe.si; 
 Špela Reš – strokovna delavka in svetovalka – Logout.  
Pri sestavljanju vprašanj sem sledila dispoziciji magistrskega dela. Intervjuvancem sem 
zastavila spodaj napisana vprašanja, na katera sem dobila naslednje odgovore. 
1) Kolikšno je število prijavljenega medvrstniškega nasilja v zadnjih nekaj letih? 
2) Ali je medvrstniško nasilje na spletu v porastu? 
S postavitvijo prvih dveh vprašanj sem pri predstavnikih institucij, na katere se prijavljajo 
primeri spletnega medvrstniškega nasilja, hotela pridobiti številčne podatke, s katerimi bi 
potrdila ali zavrgla prvo hipotezo o porastu spletnega medvrstniškega nasilja. Intervjuvanci, 
razen strokovne vodje TOM, mi z natančnimi številčnimi podatki niso mogli postreči, saj jih ne 
zbirajo. So si pa intervjuvanci na osnovi osebnih izkušenj prek predavanj in delavnic v šolah 
ter osebnih svetovanj žrtvam spletnega nasilja edini, da je spletno medvrstniško nasilje v 
porastu. Predstavnik policije je omenil, da podatka o številu spletnega medvrstniškega nasilja 
nimajo, saj spletno medvrstniško nasilje kot takšno ne spada med kazniva dejanja, ki so 
opredeljena v Kazenskem zakoniku. Poudaril pa je, da je spletno nasilje vsekakor v porastu, 
ampak velikokrat ostane neprijavljeno, saj so nasilneži na spletu anonimni in skriti javnosti. 
Tudi predstavnik Safe.si ugotavlja, da se je medvrstniško nasilje iz hodnikov preselilo na splet 
in da je v porastu. V Društvu za nenasilno komunikacijo ugotavljajo, da je mogoče porast 
spletnega nasilja le navidezen, saj spletno nasilje ni nov pojav, le da se je o njem v današnjem 
času začelo bolj opozarjati. Številčne podatke o številu medvrstniškega nasilja sem pridobila le 





Graf 1: Obseg medvrstniškega nasilja 
 
Vir: TOM-telefon, september 2018 
 
3) Ali opazite razliko v številu spletnega medvrstniškega nasilja glede na mestno in 
primestno okolje? 
Na vprašanje, ali je število spletnega medvrstniškega nasilja različno za mestno in primestno 
(podeželsko) okolje, številčnih podatkov nisem dobila, saj vprašane institucije teh podatkov ne 
zbirajo oziroma zaradi anonimnih prijav žrtve niti ne povedo, kje so doma. Kljub temu so 
vprašani izrazili svoja mnenja iz izkušenj v praksi, ki pa so si diametralno nasprotna. Pri Safe.si 
prevladuje stališče, da je spletno medvrstniško nasilje glede kraja nastanka povezano z 
velikostjo šole. Če je šola manjša, se učenci med seboj bolj poznajo in povežejo, zato je med 
njimi posledično manj nasilja. Takšne šole so po navadi na podeželju. Nasprotno so pri Logoutu 
mnenja, da so mladostniki v primestnem okolju (podeželju) več časa na spletu, saj nimajo toliko 
družbe, ker živijo bolj izolirano. Zato potrebo po socializaciji izpolnjujejo prek spleta, kar 





V Društvu za nenasilno komunikacijo ne opažajo bistvene številčne razlike med mestnim in 
primestnim okoljem. Opozorijo pa, da po številu nasilnih dejanj na spletu izstopajo področja, 
na katerih je več priseljencev in migrantov. 
4) Ali opazite razliko v številu storilcev in žrtev spletnega medvrstniškega nasilja glede na 
spol? 
Intervjuvanci ne zaznavajo razlike v številu storilcev glede na spol, bolj je poudarjena oblika 
izvajajočega spletnega nasilja. Pri TOM-u so opazili, da pri dekletih prevladuje spletno besedno 
nasilje, in sicer prek žaljivih besednih sporočil z namenom izključevanja posameznikov iz 
družbe, pri fantih pa prevladujejo grožnje s fizičnim nasiljem. Pri policiji sem izvedela, da 
statističnih podatkov o spolu nasilnežev in žrtev spletnega nasilje ne zbirajo. So pa mnenja, da 
glede na spol ni razlike v količini nasilja. Zaznavajo pa razliko glede na spol v izpostavljenosti 
žrtev za spletno nasilje. Fantje so bolj izpostavljeni grožnjam s fizičnim nasiljem, dekleta pa 
prek golih fotografij k spletnemu spolnemu maščevanju (ang. revenge porn). Tudi pri Logoutu 
nimajo ločenih številčnih podatkov o storilcih in žrtvah spletnega nasilja glede na spol, se pa 
opirajo na rezultate projekta Odklikni!. Ti dokazujejo, da je med žrtvami več deklet. Rezultate 
tolmačijo z dejstvom, da fantje spletnega nasilja ne vzamejo tako resno kot dekleta, saj ga 
doživljajo kot »hec«.  
Rezultati projekta Odklikni!, ki ga je izvedla Fakulteta za družbene vede in je bilo v letu 2017 
vključeno 2.991 učenk in učencev ter 2.173 dijakinj in dijakov, so pokazali, da je vsaj eno 
obliko spletnega nasilja doživelo 56 % učenk in 50 % učencev ter 56 % dijakinj in 55 % 
dijakov.88 
5) Na katerih družbenih omrežjih zaznate največ medvrstniškega nasilja? 
Točnega odgovora na to vprašanje mi intervjuvanci niso mogli podati, saj iz prakse izhaja, da 
se medvrstniško nasilje dogaja na družbenih omrežjih, ki so tisti čas najbolj uporabna in 
priljubljena za virtualno druženje in zabavo mladih. Priljubljena družbena omrežja mladih se 
vseskozi spreminjajo. Na dan mojega intervjuja so moji sogovorniki izpostavili predvsem 
Instagram in Snapchat. Zanimivo je bilo predvsem mnenje, da Facebook kot priljubljeno 
središče mladih zamira glede na dejstvo, da se na njem vse (pre)večkrat pojavljajo tudi njihovi 
starši. 
                                                          





6) Kaj menite o prevenciji spletnega medvrstniškega nasilja pri nas? 
Vsi intervjuvanci se strinjajo, da je prevencija spletnega nasilja daleč najpomembnejša. TOM 
je kot bistvenega akterja prevencije poudaril Center za varnejši internet, ki z vsakoletnimi 
kampanjami, izobraževanjem in ozaveščanjem mladostnikov, učiteljev in staršev o varni 
uporabi interneta preventivno deluje na področju spletnega nasilja. Omenjajo, da igra 
pomembno vlogo pri prevenciji tudi naravna preventiva, s tem da mladi sami prek uporabe 
spleta ugotovijo, kaj se dogaja. Šola mora v okviru učnega programa ozaveščati mlade o 
nevarnosti medvrstniškega nasilja na spletu, starši pa se morajo vključevati v prevencijo z 
izobraževanjem o problematiki medvrstniškega nasilja na internetu.  
Na Društvu za nenasilno komunikacijo so poudarili, da je prevencije premalo in da so na tem 
področju potrebne spremembe. Kot ključni ukrep prevencije predlagajo izobraževanje za 
zaposlene na šoli. Za svetovalne delavce pa predlagajo še posebno izobraževanje na področjih 
družinskega nasilja in medvrstniškega nasilja na spletu. Problem so stereotipi, ki jih je treba 
nadomestiti z znanjem in dokazljivimi argumenti. Šole premalo ukrepajo, zato prihaja do hudih 
posledic nasilja – fizičnih in psihičnih. Mladi imajo občutek, da se učiteljem »ne da«, da to ni 
njihova stvar in da tako in tako nič ne naredijo. Problem je, ker nimajo znanja. Poudarili so, da 
pri prevenciji spregledamo pomembno vlogo prič pri storjenem nasilnem dejanju. Priče je treba 
poučiti o postopku prijave in jim zagotoviti varnost, saj imajo ravno priče velikokrat moč, da 
ustavijo nasilje. 
Ravno tako so pri Safe.si poudarili pomen prevencije, ki jo izvajajo prek delavnic o ozaveščanju 
javnosti o spletnem nasilju. V ta namen izdajajo razna gradiva oz. letake. Prek delavnic na šolah 
izobražujejo tudi učitelje in starše, ne le učencev. Menijo, da preventive ni nikoli dovolj, vedno 
bi se dalo narediti še kaj več.  
Logout ravno tako deluje preventivno na šolah. Menijo, da v Sloveniji ni dovolj storjeno na 
področju prevencije. Sofinanciranje preventivnih programov prek občin in ministrstev je slabo 
urejeno. Problem vidijo tudi v redkosti izvajanja takšnih preventivnih programov na šolah, saj 
sta eno ali dve predavanji na celotni šoli bistveno premalo. 
Policija kot represivni organ spet poudarja pomembnost prevencije. Pomembno se ji zdi, da pri 
izvajanju prevencije ni pomembna samo kvantiteta dogodkov, ampak predvsem njihova 
kakovost. Začeti se mora že v vrtcu, v katerem je treba otroke naučiti, da spoštujejo drug 





otrokom. V obdobju, ko otroci obiskujejo osnovno šolo, poudarjajo pomen medsebojnih 
odnosov in bontona. Starši in šola imajo namreč odločilno vlogo v prevenciji. Ministrstvo za 
šolstvo bi lahko kot dodatek k strategiji prevencije v šole uvedlo obvezne predmete s področja 
virtualne komunikacije oziroma v obstoječe predmete vključili teme s področja spletnega 
medvrstniškega nasilja. Pomemben je tudi drugačen pristop o vrsti, načinu in o obliki podajanja 
informacij o spletu in njegovih nevarnostih mladoletnikom v srednjih šolah. Te informacije je 
treba prilagoditi njihovemu interesu in zanimanju. Policija organizira tudi pogovore o 
nevarnosti interneta za starše. Problem pa nastaja, ker na ta srečanja prihajajo starši, ki osnovno 
znanje o družbenih omrežjih že imajo, program pa je narejen točno za tiste, ki teh znanj in 
vedenj še nimajo.  
Kot skupno točko prejetih odgovorov na to vprašanje pa sem zasledila, da je velik problem 
učinkovite prevencije v nezadostni povezanosti deležnikov prevencije in da je sodelovanje med 
njimi zato pomanjkljivo. Primerov iz sodne prakse še ni, zakonodaja pa za zdaj tudi še ne sledi 
razvoju spleta. 
7) Kako in komu se prijavlja spletno medvrstniško nasilje? 
Na podlagi odgovorov vseh petih intervjuvancev sem lahko definirala postopek prijave 
spletnega medvrstniškega nasilja, kot je v praksi pri nas. Če se spletno nasilje odkrije v šoli, se 
ga prijavi učiteljem, svetovalnim delavcem in staršem. Ko se pojavi sum, da gre za kaznivo 
dejanje, kot na primer izsiljevanje, deljenje golih fotografij ali zalezovanje, se mora prijaviti 
policiji. Pri vseh drugih nasilnih dejanjih, ki niso kazniva po Kazenskem zakoniku, pa se mora 
nasilje na spletu prijaviti pri tisti spletni platformi, pri kateri se takšno nasilje dogaja in se s tem 
krši njihova pravila objavljanja in vedenja na spletu. 
8) Kako je v Sloveniji urejena pomoč žrtvam spletnega medvrstniškega nasilja? 
Na osnovi odgovorov intervjuvancev sem izvedela, da imajo žrtve spletnega nasilja za pomoč 
in nasvet možnost poklicati TOM-telefon. Na voljo so jim tudi druge nevladne organizacije in 
mladinski centri. Logout žrtvam pomaga prek individualnega svetovanja. Sistemske urejenosti 
pa ni. 
9) Opredelite vlogo in cilje institucij v boju proti spletnemu medvrstniškemu nasilju.   
Pri opredelitvi vloge in cilja institucij v boju proti spletnemu medvrstniškemu nasilju so bile v 





treba organizirati tim strokovnjakov z več področij. Nasilje je treba čim prej ustaviti in zaščititi 
žrtev. Organizira se ločen pogovor s storilcem in z žrtvijo. Nato se naredi varnostni načrt, ki bo 
preprečil nadaljnje nasilje nad žrtvijo. Storilcu je treba jasno sporočiti, da njegovo dejanje ni v 
redu. Storilcu je pri ugotovitvenem sklepu o tem, kaj je naredil narobe in kako mora spremeniti 
obnašanje, treba pomagati, saj le tako z njegove strani ne bo več prihajalo do nasilnih dejanj. 
Starše storilca in žrtve je treba poklicati na pogovor in po potrebi vključiti tudi Center za 
socialno delo. V boju proti spletnemu medvrstniškemu nasilju je na šoli bistven celostni 
sistemski pristop. 
Mnenja intervjuvancev so, da bi vsi lahko še več naredili v boju proti spletnemu 
medvrstniškemu nasilju. Vse pa je povezano tudi z razpoložljivimi denarnimi sredstvi, ki jih je 
vedno premalo. Ministrstvo za šolstvo bi lahko več pripomoglo pri omenjeni temi s priporočili 
šolam, kako urediti protokole ob zaznanem spletnem nasilju. Rešitev bi bila v razširitvi 
obstoječih protokolov ob pojavih tradicionalnega medvrstniškega nasilja. Vlogo ministrstva za 
šolstvo intervjuvanci vidijo tudi kot pobudnika za dodatna in kontinuirana izobraževanja za vse 
zaposlene na šoli s poudarkom na spoznavanju priljubljenih družbenih omrežij, na katerih se 
pojavljajo mladostniki, in na nevarnosti, ki na njih prežijo. 
Iz odgovorov sem tudi izvedela, da se, ko pride do kaznivega dejanja, policija in kriminalisti 
resno zavzamejo in odzovejo na prijavljeno kaznivo dejanje.  
10)  Ali pri žrtvah spletnega medvrstniškega nasilja opažate, da so posledice tako hude, da 
razmišljajo o samopoškodovanju oziroma odvzemu življenja? 
Pri TOM-u zaznavajo, da imajo nekatere klicajoče žrtve misli na samopoškodovanje ali 
samomor. Podatki, ki so prikazani v grafu 1, kažejo, da je odstotek kličočih na temo 
samopoškodovanja ter misli in poskusov samomora v porastu. Menijo pa, da do tako hudih 
posledic ne pride samo zaradi spletnega medvrstniškega nasilja, ampak da je vzrok kombinacija 
medvrstniškega nasilja in tudi nečesa drugega. Kot druge vzroke so navedli neugodne družinske 
razmere, slab uspeh v šoli, pomanjkanje prijateljev itn. Pri Logoutu pa menijo, da do 
samopoškodovanja in misli na samomor lahko pride tudi samo zaradi spletnega medvrstniškega 
nasilja, saj v fazi odraščanja vrstniki mladim igrajo zelo pomembno vlogo. Samih podatkov pa 
sistematično ne zbirajo niti jih ne obdelujejo. Policija podatke o samomorih mladostnikov sicer 
zbira, vendar do zdaj še niso zaznali neposredne povezave med spletnim medvrstniškim 







V 21. stoletju zelo težko najdemo mladostnika, ki se še ne bi spoznal z virtualnim svetom. Vse 
pogosteje ga odkrivajo že otroci, ki bi se pri svoji nizki starosti morali s svojimi vrstniki loviti 
po ulicah, igrati skrivalnice in brcati žogo na igrišču. Ker živijo v modernem, s tehnologijo 
podprtem svetu, v svojem prostem času raje sedijo doma pred računalnikom, tablico ali pa imajo 
v roki svoj novi pametni telefon ter igrajo razne spletne igrice, se udeležujejo različnih forumov 
in iščejo nove prijatelje prek družbenih omrežij. Po podatkih iz leta 2017 v razvitih državah kar 
94 % mladih uporablja internet,89 vendar pa iz gromozanskega števila mladih na spletu le 
določeni izvajajo nasilje nad vrstniki. Kaj je torej tisto, ki sproži, da nekateri postanejo tako 
imenovani spletni nasilneži? Pogosto je motivator njihovih dejanj jeza, maščevanje ali 
frustracija. Včasih pa za njihovimi dejanji stojijo samo zabava, zdolgočasenost, preveč prostega 
časa in lahka dostopnost do tehnoloških igrač. Veliko jih to stori zaradi želje po pritegnitvi 
pozornost vrstnikov. Lakota po premoči povzroči, da mladi trpinčijo druge in si s tem nahranijo 
svoj ego. Nekateri pa to storijo samo po naključju, in sicer tako, da pošljejo elektronsko 
sporočilo napačnemu prejemniku ali pa ne premislijo o svojih dejanjih.  
Na osnovi teoretičnega gradiva in izsledkov intervjuja hipotezi, da je spletno družbeno 
omrežje kot vir medvrstniškega nasilja v porastu, potrjujem v celoti. To trditev potrjujejo 
empirični podatki TOM-a, iz katerih je razvidno, da se je število klicateljev na temo spletnega 
medvrstniškega nasilja od leta 2015 do leta 2017 povečalo za več kot 50 %. O porastu spletnega 
nasilja med mladimi potrjujejo tudi izkušnje ljudi, ki se v institucijah borijo proti spletnemu 
medvrstniškemu nasilju. Pri tem moram poudariti, da v Sloveniji sistematično zbiranje 
podatkov o spletnem medvrstniškem nasilju ne obstaja. Treba bi bilo organizirati centralno 
zbiranje podatkov na državni ravni, ki bi vključevalo šole, vladne in nevladne institucije ter 
policijo. Za centralizacijo zbiranja podatkov pa moramo najprej spletnemu medvrstniškemu 
nasilju (cyberbullying) podati enotno slovensko ime in definirati, katera dejanja spadajo pod 
omenjeni pojem. 
Svojo drugo hipotezo, da je storilcev spletnega medvrstniškega nasilja več v mestnem 
okolju, sem osnovala na podatku o dostopnosti in pokritosti Slovenije po širokopasovnem 
dostopu do interneta. Ta omogoča, da mladi do interneta dostopajo tudi prek mobilnih telefonov 
in tablic. Po podatkih našega največjega ponudnika komunikacijskih storitev je razvidno, da je 
                                                          





pokritost s širokopasovnim dostopom do interneta v urbanih okoljih bistveno večja kot v 
primestnih (podeželskih) območjih.90 Na osnovi analize intervjuvancev sem ugotovila, da 
storilcev spletnega medvrstniškega nasilja ne moremo ločevati po kraju prebivališča, ampak so 
bolj kot kraj prebivanja pomembni velikost šole, družabno okolje mladih in bližina ter 
prepletenost s področji, na katerih so naseljeni priseljenci in migranti. Drugo hipotezo v celoti 
zavračam. 
Svojo tretjo hipotezo, da je glede na množično udeležbo mladih na spletu za prevencijo 
spletnega medvrstniškega nasilja dobro poskrbljeno, le delno potrjujem. Hipotezo sem 
postavila z mislijo, da je s porastom udeležbe mladih na spletu tudi več spletnega nasilja. Poleg 
tradicionalnega fizičnega in psihičnega nasilja na šolskem dvorišču so danes mladi izpostavljeni 
spletnemu nasilju kot produktu informacijske dobe. Spletno nasilje na mlade preži 24 ur dnevno 
in so nanj lahko izpostavljeni samo z enim klikom na tipkovnico. Spletno nasilje je, tako kot 
vsako drugo nasilje, družbeni problem in ga mora reševati družba s svojimi institucijami.  
S pregledom relevantne literature in z analizo odgovorov intervjuvancev sem ugotovila, da je 
za reševanje problematike spletnega medvrstniškega nasilja ključno usklajeno preventivno 
delovanje vseh deležnikov, ki obravnavajo nasilje med mladimi. Iz analize odgovorov 
intervjuvancev sem ugotovila, da se vsi zavedajo pomembnosti prevencije spletnega 
medvrstniškega nasilja. V vzgojno-izobraževalnih ustanovah za prevencijo skrbijo nevladne 
organizacije, ki prek izvedbe raznih delavnic poleg učencev izobražujejo tudi zaposlene na šoli 
in starše. Policija organizira za starše tudi pogovore o nevarnosti interneta ter jih seznanja z 
osnovnimi vedenji o pasteh družbenih omrežij, na katerih se nahajajo mladi. Širšo javnost 
nevladne organizacije ozaveščajo z izdajo letakov na temo spletnega nasilja med mladimi. 
Vsi intervjuvanci so poudarili, da bi v Sloveniji na področju prevencije lahko naredili več. 
Problem vidijo v nepovezanosti preventivnih akcij med deležniki prevencije in nezadostnem 
sodelovanju ministrstva za šolstvo, ki še nima izdelane strategije in smernic za prevencijo 
spletnega nasilja v vzgojno-izobraževalnih ustanovah. 
V medijih, predvsem v tujih, lahko opazimo, da se velikokrat opozarja, kako zelo nevarno je 
spletno medvrstniško nasilje. Posledično lahko pripelje žrtev do hude psihične stiske, zaradi 
česar se lahko odloči škoditi sama sebi in v skrajnem primeru končati svoje življenje. V svetu 
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se je izoblikoval izraz »cyberbullicide«,91 kar bi po slovensko poimenovali samomor kot 
posledica spletnega nasilja. Da bi preverila povezavo med spletnim medvrstniškim nasiljem in 
številom samopoškodovanja in samomorov v Sloveniji, sem postavila hipotezo, da se kot 
posledica spletnega medvrstniškega nasilja opaža povečano število samopoškodovanja in 
samomorov med mladimi. Glede na sklepe odgovorov intervjuvancev to hipotezo deloma 
potrjujem. Iz podatkov, ki sem jih dobila pri TOM-u in ki sem jih grafično prikazala v grafu 1, 
sem ugotovila, da se je od leta 2015 do leta 2017 za več kot 50 % povečalo število kličočih 
žrtev spletnega nasilja. Hkrati so se za podoben odstotek povečali tudi klici na teme 
samopoškodovanja in razmišljanja, groženj in poizkusov samomora. Iz tega bi bilo mogoče 
sklepati na vzročno zvezo med spletnim medvrstniškim nasiljem in številom 
samopoškodovanja oz. mislimi oz. poizkusom samomora med mladimi. Podatki, ki sem jih 
dobila na policiji, pa ne kažejo na neposredno povezavo med spletnim medvrstniškim nasiljem 
in samomorom. Glede te hipoteze lahko sklenem, da obstaja le posredna vzročna zveza med 
spletnim nasiljem in samopoškodovanjem oz. samomorom med mladimi. Posamezne razloge 
za samopoškodovanje in samomor pri mladih je težko ugotoviti, ker so običajno razlogi 
večplastni. Mogoče je, da žrtev ni trpela samo zaradi spletnega nasilja prek vrstnikov, ampak 
da je bila tudi telesno ali psihično bolna, imela slabe ocene na šolskem področju, imela težave 
doma ali kakšne druge težave. Spletno nasilje bi bilo tako lahko le tisti »odvečni« razlog, ki je 
sprožil, da se je oseba res odločila samopoškodovati ali storiti samomor. Rada bi poudarila, da 
ne moremo preprosto skleniti: »spletno nasilje povzroča samomor«, in tudi ne: »spletno nasilje 
ne povzroča samomora«, saj je stvar veliko zapletenejša.  
V magistrskem delu sem se osredinila na spletno medvrstniško nasilje na družbenih omrežjih. 
Ob tem ne smemo pozabiti, da družbena omrežja na mladostnike nimajo vedno slabega vpliva. 
Mladim omogočajo komuniciranje z drugimi osebami brezplačno, s čimer jim pomagajo k 
ohranjanju sorodstvenih, partnerskih in prijateljskih vezi prek celotnega sveta. Dandanes si 
mladi reševanja domačih nalog in učenja nikakor ne znajo več predstavljati brez raznovrstnih 
informacij, ki jih najdejo prek spleta. Tudi medsebojna pomoč pri učenju in izmenjava učnih 
gradiv pogosto potekata prek raznih skupin znotraj spletnih družbenih omrežij, vendar pa se 
moramo zavedati, da je splet hkrati priložnost tudi za zlonamerne posameznike, ki ga 
izkoriščajo za izvajanje nasilja proti vrstnikom. Tega nasilja se mora družba zavedati, saj pri 
žrtvi povzroča psihično stisko, emocionalno izčrpanost in v končni fazi je lahko spletno nasilje 
tisti dodatni trenutek, ki pripelje posameznika do izvršitve samopoškodovanja ali samomora. 
                                                          





Zato mora država prek svojih institucij poskrbeti za prevencijo. Na spletno medvrstniško nasilje 
se morajo institucije odzvati čim prej, še preden pripelje do tragičnih posledic. V Sloveniji se 
družba zaveda nevarnosti spletnega nasilja in tudi institucije so že naredile odločne korake v 
prevenciji in borbi proti tovrstnemu nasilju. Naloga deležnikov, ki se ukvarjajo s prevencijo in 
se borijo proti spletnemu nasilju, pa je, da svoje akcije uskladijo in poenotijo. Ob tem je naloga 
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