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Trendi na področju odkrivanja in preprečevanja spolnih zlorab otrok na spletu 
Posnetki spolnih zlorab otrok na spletu so ob hitrem razvoju informacijsko-komunikacijske 
tehnologije (IKT) postali resen globalni problem. Ocenjuje se, da vrednost komercialnega trga 
teh vsebin presega več milijard dolarjev. V diplomskem delu s pomočjo sekundarnih virov in 
dveh ekspertnih intervjujev podajam sistematičen pregled trendov in izzivov na tem področju. 
Najprej obravnavam, kaj razumemo pod pojmom posnetki spolnih zlorab otrok, nato se 
osredotočam na vpliv, ki ga imajo IKT na kreiranje in distribucijo posnetkov spolnih zlorab 
otrok. Zanimajo me tudi vidiki odkrivanja, spremljanja, preganjanja, preprečevanja in 
osveščanja javnosti. V tem okviru opišem tri prijavne točke civilne družbe, ki prispevajo k 
naporom za preprečevanje teh dejanj in osveščanju javnosti o problemu. Zaključim s pregledom 
zakonodaje in izzivi, s katerimi se organi pregona soočajo. Posnetki spolnih zlorab otrok se 
zaradi sodobnih tehnoloških zmožnosti širijo zelo hitro in potrebno je sodelovanje organov 
pregona na globalni ravni. Le tako se vsebine hitro odstrani in zaščiti žrtve. Zaradi 
kompleksnosti vseh okoliščin se moramo zavedati, da problema ne bo mogoče izkoreniniti, 
kljub temu je potrebno vložiti maksimalen napor, da se spolne zlorabe otrok na spletu omejijo.  







Trends in the detection and prevention of online child sexual abuse 
Recordings of the online child sexual abuse have become a serious global issue due to a rapid 
development of information and communication technology (ICT). The commercial market 
value of such content is estimated to exceed several billion dollars. This thesis, with the help of 
secondary sources and two expert interviews, provides a systematic overview of trends and 
challenges in this particular field. First, the thesis discusses the actual meaning of the child 
sexual abuse images and then focuses on the impact the ICT has on the creation and distribution 
of the child sexual abuse images. The other topics discussed include the aspects of detection, 
monitoring, prosecution, prevention and public awareness. In this context, three civil society 
reporting points contributing to efforts to prevent these actions and raise public awareness of 
the issue are described. The conclusion of the thesis presents a review of the legislation and the 
challenges the law enforcement faces. Footage of child sexual abuse is spreading very fast due 
to modern technology and, therefore, the global law enforcement cooperation is of vital 
importance. Only in this way is the content quickly removed and the victim protected. Due to 
the complexity of all circumstances, the issue cannot be eradicated completely. However, every 
effort should be made to limit online child sexual exploitation. 
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1  UVOD 
 
Spolna zloraba otroka je po splošnem mnenju eno najbolj sprevrženih dejanj, ki ga človek lahko 
stori. Še bolj sprevrženo pa je, da se zlorabe posname in distribuira z namenom zaslužka. 
Posnetki spolnih zlorab otrok so posebej problematični tudi zato, ker lahko zloraba na otroku 
pusti nepopravljive posledice.  
Problem posnetkov spolnih zlorab otrok na spletu postaja iz leta v leto večji. Na spletni strani 
INHOPE so v tem okviru zapisali: »Do nedavnega so bile spletne strani posnetkov spolnih 
zlorab otrok redko komercialne narave, motivirane so bile z osebnim zadovoljstvom in potrebo 
po iskanju istomislečih oseb. Vendar pa je zaskrbljujoč trend rasti komercialnih spletnih strani, 
kjer se pristojbine zaračunavajo prek različnih spletnih načinov plačila« (»INHOPE«, b. d.). 
UNICEF poroča, da se vsaki dve minuti pripravlja otroka za spolno razkazovanje na spletu 
(»Purehope«, b. d.). Trend objavljanja posnetkov raste in z razvojem informacijsko-
komunikacijskih tehnologij (IKT) se takšna dejanja vse lažje skrije. Na spletni strani slovenske 
prijavne točke lahko preberemo: »Za uspešen pregon razpečevalcev vsebin spolnih zlorab otrok 
s pomočjo spleta anonimnost predstavlja znatno oviro. To velja še posebej, če storilci 
uporabljajo programsko opremo in omrežja za anonimizacijo spletnega prometa, kot sta Tor ali 
Freenet (stranski učinek tega je tudi, da uporabniki lahko dostopajo do 'skritih storitev' oziroma 
t. i. 'globokega spleta')« (»Spletno oko«, b. d.).  
Posnetki spolnih zlorab otrok so postali globalni problem, ki presega okvire posameznih držav, 
saj se zaradi vse hitrejšega razvoja IKT ti posnetki širijo zelo hitro in je zato vedno znova 
potrebno dopolnjevati nacionalne zakonodaje. Problematika je še toliko večja, saj (nepravilno) 
definicijo »otroške pornografije« v nekaterih državah razumejo drugače kot v drugih. Pri tem, 
kot piše Havliček (2012), »se pojavi problem usklajevanja prava, definicij in drugih 
pomembnih elementov, ki prispevajo k učinkovitosti preiskovanja. Problem nastane tudi v 
krajevni pristojnosti policije, saj se spletne strani lahko nahajajo na strežniku v drugi državi, 
kar pomeni, da je za policiste iz ene države skoraj nemogoče, da uspešno preganjajo osebo v 
drugi državi.« Ocenjuje se, da je v letu 2005 vrednost teh posnetkov globalno presegala 32 
milijard dolarjev, na letni ravni pa se ocenjuje, da storilci s tem zaslužijo prek tri milijarde 
dolarjev (»Purehope«, b. d.).  
»Z rastjo interneta od devetdesetih let do danes in z zniževanjem cen osebnih računalnikov v 
zadnjih letih so posnetki spolnih zlorab otrok, ki se prodajajo po internetu, vse bolj vidna težava 
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družbe, ne glede na geografsko in pravno pristojnost ‒ saj internet nima pravih meja« (Schell 
in drugi, 2006, str. 46). Storilci so tako svoje predatorstvo prenesli na splet. Tam lažje dostopajo 
do vsebin in lažje novačijo žrtve.  
O sami temi se še vedno premalo govori, število prijav se je v letu 2018 v primerjavi z letom 
2017 povečalo za 76 % (»INHOPE«, 2018). 
V orisanem okviru je cilj diplomskega dela najprej opredeliti, kaj posnetki spolnih zlorab otrok 
na spletu sploh so, saj sama definicija ni homogena. V mnogih primerih, celo v zakonodajah 
nekaterih držav, se namreč uporablja termin »otroška pornografija«, kar pa po mnenju mnogih 
strokovnjakov ni ustrezna raba, »saj omenjeno vsebino preveč povezuje s pornografijo odraslih 
oseb, ki je sprejeta in legalna. V resnici pa je 'otroška pornografija' ena najbolj nasilnih in 
grozljivih oblik zlorabe otrok. Zato takšne kršitve danes označujemo z ustreznejšim izrazom 
'posnetki spolnih zlorab otrok', ki natančneje opisuje tovrstno vsebino« (»Spletno oko«, b. d.). 
Pomemben cilj diplomskega dela je tudi predstaviti, kaj tovrstni posnetki sploh so oziroma kaj 
obsegajo. Med cilje naloge sodi tudi obravnava zgodovine posnetkov spolnih zlorab otrok, saj 
kot pišeta Taylor in Quayle (2003, str. 45), veliko gradiva predstavljajo digitalizirane vsebine 
iz druge polovice 20. stoletja. Poleg navedenih ciljev bom v nalogi sistematično predstavila tudi 
glavne izzive na tem področju, od načinov širjenja posnetkov, odkrivanja storilcev, vprašanj 
zakonodaje do težav pri medijski predstavitvi problematike.  
S pomočjo sekundarnih virov in ekspertnih intervjujev bom odgovorila na naslednja 
raziskovalna vprašanja: 
1. Kaj razumemo pod pojmom »posnetki spolnih zlorab otrok na spletu«? 
2. Kako se je z razvojem IKT spreminjal način kreiranja in distribucije posnetkov spolnih 
zlorab otrok? 
3. Kakšni so trendi na tem področju, tako v pogledu samega pojava kot glede odkrivanja, 
spremljanja, preganjanja, preprečevanja in osveščanja v svetu in pri nas? 
4. Kateri so najbolj aktualni oziroma pereči izzivi na tem področju? 
V diplomskem delu bom torej s pomočjo literature in ekspertnih intervjujev razdelala teoretične 
pojme in sistematično pregledala vire, ki osvetljujejo obravnavane pojave. Vse to bo omogočilo 
izdelavo sistematičnega pregleda sodobnih trendov in izzivov na tem področju. 
Diploma je strukturirana na naslednji način: V drugem poglavju bom opisala zgodovino 
posnetkov spolnih zlorab otrok. V tretjem poglavju se posvetim opredelitvi besedne zveze 
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»posnetki spolnih zlorab otrok«; v okviru tega poglavja predstavim tudi terminologijo in 
tipologijo. V četrtem nadaljujem s predstavitvijo vloge IKT v razvoju posnetkov spolnih zlorab 
otrok, v petem predstavim tri prijavne točke civilne družbe za prijavo teh posnetkov. V šestem 
poglavju se posvetim zakonodaji v Sloveniji in Evropski Uniji ter s tem povezanim izzivom. 
Sedmo poglavje je namenjeno empiričnemu delu in zaobjema dva intervjuja z ekspertoma, ki 
sta se več let ukvarjala s to problematiko. Z njuno pomočjo bom odgovorila na zastavljena 




2  ZGODOVINA POSNETKOV SPOLNIH ZLORAB OTROK  
 
O'Donnell in Milner (2007, str. 3) pišeta, da sega prikazovanje pedofilije, s čimer razumemo 
dejanja spolne zlorabe otroka, v zahodnem svetu že v antično Grčijo. Arheologi so med ostanki 
našli poslikave, ki prikazujejo spolne odnose med odraslimi moškimi in dečki. Z iznajdbo tiska 
je v sredini 15. stoletja postalo možno takšne upodobitve obsežno reproducirati. Ena izmed 
prvih natisnjenih knjig je sicer bila Biblija, tiski z erotičnimi vsebinami pa so ji hitro sledili. 
Primeri, ki podrobno opisujejo spolna dejanja z otroki, datirajo v 17. stoletje, natančneje v 
Francijo in Anglijo. Tate1 (1990, str. 33, v O'Donnell in Milner, 2008, str. 3) piše, da »odkar je 
zmožen pisati ali risati, je človek beležil tudi spolne zlorabe otrok.« 
Pornografska industrija se je začela posebej hitro razvijati v začetku 19. stoletja z iznajdbo 
kamere, o čemer pišeta O'Donnell in Milner (2007, str. 4). Naprednejši procesi tiskanja so 
omogočili masovno produkcijo, ki je lahko zadovoljila množice. Do konca stoletja je bila 
pornografska vsebina v Angliji zelo lahko dostopna. Primer, ki odraža takratno stanje, je novica, 
da je leta 1874 londonska policija izvedla preiskavo studia Henryja Haylerja in zasegla preko 
130.000 nedostojnih fotografij. Jenkins2 (2001, str. 31, v prav tam, 2008, str. 4) piše, da so 
»pogosto te slike skušale zbujati vtis spoštljivosti s portretiranjem objektov (otrok) v klasičnih 
in umetniških pozah, vendar izrazit prikaz spolovila ne dopušča dvoma o erotičnem namenu 
del.«  
Na spletni strani Spletno oko piše, da so »še konec šestdesetih in v prvi polovici sedemdesetih 
let prejšnjega stoletja bile revije z otroško pornografijo čisto legalne, med vodilne proizvajalke 
in razpečevalke otroške pornografije pa so se uvrščale Danska, Švedska, Nemčija in 
Nizozemska« (»Spletno oko«, b. d.). Prav tako je bilo veliko tovrstnega gradiva tudi v ZDA. 
Distributerji revij in filmov niso s prikazovanjem posnetkov spolnih zlorab otrok, takrat 
poimenovanim otroška pornografija, kršili nobenega zakona. Samo gradivo praviloma ni 
prikazovalo nikakršnega nasilja nad zlorabljenimi otroki. »Leta 1977 je FBI ugotovil 
povezanost med organiziranim kriminalom in distribucijo ter proizvodnjo otroške pornografije. 
Leto kasneje je bil v ZDA sprejet Zvezni zakon zoper izkoriščanje otrok in mladoletnikov. 
Zadnje revije s tovrstno vsebino so bile natisnjene leta 1982« (prav tam). Tate (1990, str.33, v 
                                               
1 Tate, T. (1990) Child Pornography: An Investigation. London: Methuen Publishing 




O'Donnell in Milner, 2008, str. 5) opisuje obdobje od leta 1969 do leta 1979 kot obdobje 
»desetletne blaznosti«, kjer se je cirkulacija posnetkov spolnih zlorab otrok razvila v globalno 
industrijo. Primarni distribucijski center za posnetke spolnih zlorab otrok, izvoženih iz Danske 
in ostalih evropskih ter ameriških mest, pa je postal Amsterdam.  
Leta 1977 je televizijska mreža NBC poročala, da je več kot dva milijona ameriških otrok in 
mladoletnikov vključenih v dejavnost s posnetki spolnih zlorab otrok. »Kampanja je ustvarila 
vzorec, ki je prevladoval v naslednjem desetletju, ko so moralistični kritiki tekmovali v najbolj 
pretiranih trditvah o velikosti in dobičkonosnosti trgovine posnetkov« (Jenkins, 2001, str. 33, v 
O'Donnell in Milner, 2008, str. 17). Navkljub temu da so bile trditve diskreditirane, je postajalo 
javno mnenje vedno bolj nenaklonjeno posnetkom spolnih zlorab otrok in začelo se je pritiskati 
na vlado. Oktobra istega leta so ZDA sprejele zakon, ki je prepovedoval proizvodnjo in 
distribucijo posnetkov spolnih zlorab otrok in zlorabo otroka za spolne namene. Približno takrat 
so tudi skandinavske države začele prepovedovati tovrstne vsebine. Do 80. let prejšnjega 
stoletja sta tako Danska kot tudi Švedska prepoznali negativne posledice posnetkov spolnih 
zlorab otrok in jih popolnoma prepovedale. A škoda je bila do takrat že narejena. 
»Specializirana policija v ZDA, Kanadi in Evropi je od leta 2000 zelo zasedena, saj na internetu 
lovi kibernetske kriminalce, ki nameravajo ustvarjati in distribuirati spletno pornografijo za 
velik dobiček. Če imamo na eni strani motiv dobička, na drugem koncu najdemo enega ali tisoč 
majhnih otrok, ki so spolno zlorabljeni in fotografirani za užitke drugih ‒ tipično za moške« 
(Schell in drugi, 2006, str. 46). 
Taylor in Quayle, (2003, str. 1) pišeta, da je od sredine 90. let prejšnjega stoletja opaziti 
spremembo odnosa do posnetkov spolnih zlorab otrok, predvsem glede dostopa in distribucije. 
Odnos javnega mnenja do takšnih posnetkov je prešel od popolnega ignoriranja do masovne 
pozornosti s strani medijev in politike. Kljub temu vemo o posnetkih spolnih zlorab otrok 
relativno malo. Kot sem omenila uvodoma, je sam termin »spolna zloraba otrok« zelo širok, 
predvsem v pravnih krogih. V zahodnem svetu je otrok načeloma definiran kot oseba do 18. 
leta. Za privolitev v spolno dejanje je marsikje določena meja 16, v nekaterih državah celo 14 
let, kar nakazuje, da termin »otrok« ni zgolj kronološko pogojen, temveč da je tudi družbeni in 
kulturni konstrukt (prav tam, str. 3).  
Quayle in Jones (2011, str. 10) razlagata, da so leta 1992 izvedli analizo revij posnetkov spolnih 
zlorab otrok, ki so bile pred spremembo evropske zakonodaje precej razširjene. V analizi so 
ugotovili, da so v 1.065 revijah, ki so jih analizirali, prikazovali kar 6.000 otrok, med katerimi 
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je bilo 42 % dečkov, deklice pa so se, kakor so to poimenovali avtorji raziskave, pojavljale v 
bolj skrajnih oblikah slik. Posnetki so torej obstajali že prej, dokazi fotografij o tem segajo že 
v leto 1800 (prav tam).  
»Zakon, ki ureja posnetke spolnih zlorab otrok, se je v zadnjih 30 letih močno spremenil. 
Nastajajoča tehnologija bo nedvomno prinesla nove načine izkoriščanja otrok in olajšala 
njihovo zlorabo. Prihodnost bo postavila pomembne nove izzive obstoječim predpisom o 
posnetkih spolnih zlorab otrok, s katerimi se bodo morali spoprijeti zakonodajalci in sodstvo« 




3  OPREDELITEV POSNETKOV SPOLNIH ZLORAB OTROK 
 
Opredelitev, kaj posnetki spolnih zlorab otrok sploh so, je težavna zaradi različnih terminologij 
in definicij. V nekaterih besedilih avtorji posnetke spolnih zlorab otrok še vedno imenujejo kar 
»otroška pornografija«. V nadaljevanju bom opisala, kako lahko opredelimo besedno zvezo 
»posnetki spolnih zlorab otrok« in zakaj je ta besedna zveza primernejša od besedne zveze 
»otroška pornografija«.  
 
 3.1 Terminologija in definicija 
V Konvenciji Sveta Evrope o kiberkriminalu3 je zapisano: 
Otroška pornografija vključuje pornografsko gradivo, ki vizualno prikazuje: 
a) Mladoletnika, ki je vključen v seksualno eksplicitno dejanje 
b) Osebo, ki se zdi mladoletna v seksualno eksplicitnem dejanju 
c) Realistične podobe, ki predstavljajo mladoletnika v seksualno eksplicitnem dejanju. 
Za namene 2. odstavka zgoraj izraz »mladoletnik« vključuje vse osebe stare pod 18 let. Država 
pogodbenica pa lahko zahteva nižjo starostno mejo, ki ne sme biti manjša od 16 let.  
V Konvenciji Sveta Evrope o zaščiti otrok pred spolnim izkoriščanjem in zlorabljanjem4 se 
posnetke spolnih zlorab otrok definira kot vsak material, ki vizualno prikazuje otroka, ki se 
ukvarja z resničnim ali simuliranim spolno nazornim ravnanjem, ali kakršen koli prikaz 
otrokovih spolnih organov za predvsem spolne namene. 
Posnetki spolnih zlorab otrok so torej še danes pogosto naslovljeni kot »otroška pornografija«, 
čeprav termin ni najbolj primeren. Izraz se uporablja v skoraj v vsaki družbi, zapisan je v 
uradnih dokumentih, sodnih odločbah, zakonodaji, pogodbah, raziskavah in medijih. Prav tako 
ga uporabljajo, zlasti njegovo neformalno različico »otroški porno«, tudi sami storilci tega 
kaznivega dejanja, ki poleg tega izraza uporabljajo še veliko drugih, med drugim 
»pedopornografija« in »pedofilska pornografija«. Nekateri strokovnjaki uporabljajo tudi izraz 
»virtualna otroška pornografija«. Izraz »pornografija« označuje prostovoljno soglasje odraslih 
(npr. pornografskih igralcev), ki se ukvarjajo s spolnimi dejavnostmi namenjeni javnosti 
(Frangež in drugi, 2015, str. 292). Ko gre za otroke, je zato »pornografija« zavajajoč izraz.  
                                               
3 Konvencija Sveta Evrope o kiberkriminalu, 2001, 9. člen 
4 Konvencija Sveta Evrope o zaščiti otrok pred spolnim izkoriščanjem in zlorabljanjem, 2007, 20. člen 
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S spremembo terminologije se aktivno ukvarja tudi organizacija INHOPE, ki združuje civilne 
prijavne točke več kot 40 držav. Leta 2016 so v članku izkazali podporo Luksemburškim 
terminološkim smernicam za zaščito otrok pred spolnim izkoriščanjem in spolno zlorabo. 
Luksemburške smernice ponujajo odgovore, kako uporabljati zapleten leksikon izrazov, ki se 
običajno uporabljajo v zvezi s spolnim izkoriščanjem in zlorabo otrok. Njihov cilj je ustvariti 
soglasje o ključnih konceptih, da bi okrepili sodelovanje med agencijami, sektorji in državami. 
Te smernice so danes na voljo vsem agencijam in organizacijam za zaščito otrok kot tudi 
zakonodajalcem in medijem po celem svetu. Maud de Boer-Buquicchio, posebna poročevalka 
Združenih narodov, je v izjavi izpostavila, da je pomembno vedeti, da terminologija ni samo 
stvar semantike, ampak določa učinkovitost odzivov.  
Čeprav Konvencija Sveta Evrope o kiberkriminalu in Konvencija Organizacije združenih 
narodov o otrokovih pravicah5 priznavata, da je otrok kdorkoli, mlajši od 18 let, to ni splošno 
sprejet standard. Posamezne zakonodaje se razlikujejo od države do države. Predvsem je 
pomembno izpostaviti, da dosežejo v nekaterih državah osebe zakonsko polnoletnost pred 
dopolnjenim 18. letom. Vsaka zakonodajna oblast ima namreč svoji specifični definiciji za 
termina »otrok« in »pornografija«, »otroška pornografija« pa je opisana predvsem kot podoba 
izrecno seksualne narave, ki prikazuje človeško bitje, ki še ni doseglo odrasle dobe. Če termin 
razčlenimo na »otrok« in »pornografija«, se pokaže nepravilnost v rabi, saj je »pornografija«, 
kot sem že opozorila, »izraz, v katerega se odrasle osebe spustijo prostovoljno in posledično 
izraz 'otroška pornografija' lahko pripomore k razumevanju spolne zlorabe otroka kot trivialne 
ali celo legitimne« (»Spletno oko«, b. d.). Sam izraz lahko daje občutek, da žrtev, torej otrok, 
v dejanjih sodeluje sporazumno. Takšno mišljenje zanemarja dejstvo, da so otroci na posnetkih 
žrtve kaznivih dejanj in jih je tako tudi treba obravnavati (prav tam, b. d.). Gillespie (2018, str. 
30) pravi, da ni enotne opredelitve besedne zveze »otroška pornografija«, zato torej sam izraz 
še vedno ostaja protisloven. Tudi Quayle in Jones (2011, str. 8) v svojem članku navajata, da je 
navkljub širši rabi besedne zveze »otroška pornografija« primernejši termin »prikaz zlorab«, 
vendar prav zaradi širše rabe zaenkrat še pristajata na prvo poimenovanje.  
Frangež in drugi (2015, str. 292) poudarjajo: 
Izraz otroška pornografija je ustrezen le iz jezikovnega aspekta, težava z uporabo te besedne 
zveze izhaja iz procesa prehoda izraza iz posebne terminologije v splošni jezik; to je od 
znanstvenih besedil do besedil, ki so namenjena širši javnosti, zlasti množičnim medijem. 
Poleg tega je lahko besedna zveza zavajajoča za laike, ki se morda ne zavedajo, da so posnetki 
spolnih zlorab otrok v resnici hudo kaznivo dejanje in ne gre za vrsto legalne pornografije. 
                                               
5 Konvencija OZN o otrokovih pravicah, 1989, 1. člen 
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Izraz »otroška pornografija«, ki se je pojavil že pred desetletji, se počasi opušča, večinoma v 
strokovnih krogih znotraj Evrope, saj zmanjšuje resnost kaznivega dejanja in prispeva k 
stigmatizaciji in ponovni viktimizaciji žrtev. 
Da bi razumeli in ustrezno obravnavali posnetke spolnih zlorab otrok, je poleg enotne 
terminologije potrebna tudi natančna definicija. Težava nastane, ker je na voljo več sto različnih 
definicij. Celo mednarodni zakoni se med seboj ne morejo uskladiti. Gillespie (2018, str. 31) v 
svojem članku omeni Konvencijo Sveta Evrope o zaščiti otrok pred spolnim izkoriščanjem in 
zlorabljanjem in Izbirni protokol v Konvenciji o prodaji otrok, otroški prostituciji in otroški 
pornografiji. Že v imenu tega dokumenta se pojavi besedna zveza »otroška pornografija«. Po 
drugi strani v zakonih Velike Britanije ne poznajo termina »otroška pornografija«, ampak 
obstaja namesto tega vrsta drugih kaznivih dejanj. Tate6 (1992, 203.33, v Edwards, 2000, str. 
1) besedno zvezo »otroška pornografija« opiše kot dokaz o snemanju resnih spolnih napadov 
na majhne otroke in nadaljuje, da bi morali uporabi te besedne zveze nasprotovati, kot bi morali 
nasprotovati besedni zvezi »etnično čiščenje«, saj oba izraza dajeta verodostojnost definiciji in 
pomenu, ki si jih sami sebi pripisujejo storilci teh kaznivih dejanj. Frangež in drugi (2015, str. 
291) poudarjajo, da je med različnimi vidiki, ki jih pri posnetkih zlorab otrok potrebno 
upoštevati, poglavitna prav uporaba pravilne terminologije, saj le-ta ohranja dostojanstvo žrtev. 
Kot sem že omenila, se takšna strokovno neutemeljena terminologija še vedno uporablja v 
mednarodnih pogodbah, državnih zakonodajah, uradnih dokumentih in v širših javnih 
razpravah.  
Povzamemo lahko, da je besedna zveza »posnetki spolnih zlorab otrok« postala uradni termin, 
vendar se zamenjava s starejšim izrazom »otroška pornografija« izvaja počasi. Tudi sama v 
diplomskem delu načeloma ne uporabljam besedne zveze »otroška pornografija«, poskušam jo 
zamenjati z besedno zvezo »posnetki spolnih zlorab otrok«, vendar včasih, že zaradi konteksta 
besedila, to ni mogoče.  
 
 3.2 Tipologija 
V nadaljevanju bom opisala nekaj tipologij, ki se najpogosteje uporabljajo pri klasificiranju 
posnetkov spolnih zlorab otrok. Prva opisana klasifikacija je strukturiranje vsebin posnetkov 
spolnih zlorab otrok glede na starost. Posnetke spolnih zlorab otrok se klasificira tudi glede na 
                                               
6 Tate, T. (1992) The child pornography industry: international trade in child sexual abuse. Pornography, Women, 
Violence and Civil Liberties. Oxford: Oxford University Press 
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resnost, eksplicitnost oziroma krutost vsebine. V nadaljevanju bosta predstavljeni dve lestvici, 
ki jih organi pregona uporabljajo pri klasificiranju posnetkov. 
 
3.2.1 Strukturiranje glede na starost 
Posnetke spolnih zlorab otrok strokovnjaki klasificirajo na različne načine. V poročilih 
prijavnih točk se največkrat pojavijo podatki o starosti žrtev, ki so razdeljeni na tri nivoje: 
dojenček (angl. infant) označuje žrtev staro do dveh let, pred-pubertetni otrok (angl. pre-
pubescent) žrtev med tretjim in 13. letom in pubertetni otrok (angl. pubescent), ki označuje 
žrtev med 14. in 17. letom. Quayle in Jones sta v članku iz leta 2011 klasificirala analizirane 
podobe na »zelo mlad«, kar je označevalo žrtve do dveh let, »predpubertetnik«, kar je 
označevalo žrtve, ki še niso kazale znakov pubertete, načeloma do 10 let, in »pubertetnik«, kar 
je označevalo žrtve, ki so že kazale znake pubertete. Kloess in drugi so v članku leta 2017 
klasificirali žrtve na štiri nivoje: »Zgodnje otroštvo« je označevalo žrtve do 6 let, »pozno 
otroštvo« je označevalo žrtve do 10 let, izraz »adolescent« je bil uporabljen za žrtve od 10 do 
16 let in »starejši adolescent« za žrtve stare od 14 do 17 let. Iz teh primerov lahko vidimo, da 
klasifikacije glede na starost žrtev nekoliko variirajo, predvsem glede klasifikacije žrtev v 
puberteti.  
 
3.2.2 Lestvica COPINE  
Lestvica COPINE omogoča standardizirano klasifikacijo zbirke posnetkov spolnih zlorab otrok 
ob upoštevanju kontekstualnih vidikov. Merdian in drugi (2013, str. 21) pišejo o tem, kako jo 
je izdelala posebna raziskovalna skupina »Boj proti pedofilskim informacijskim mrežam« v 
Evropi (angl. Combating Paedophile Information Networks in Europe) leta 1997 z namenom 
raziskovanja internetnih kršitev nad otroki, pri čemer so se osredotočili na otroke in takojšnje 
ukrepanje. V okviru njihovih raziskovalnih dejavnosti je bila pomembna vzpostavitev arhiva 
vizualnih prikazov spolnih zlorab otrok za namene identifikacije žrtev. Ta arhiv je zdaj 
integriran v Interpolovo bazo podatkov o zlorabah. Lestvica je sestavljena iz desetih stopenj, 
od indikativnih, tj. neerotičnih podob, kot so družinske fotografije, do sadističnih, pri čemer 
označuje vsaka stopnja hujšo zlorabo žrtve. Taylor in Quayle, (2003, str. 95) sta v svojem 
članku leta 2003 navajala, da je bilo že takrat v bazi COPINE okoli 80.000 fotografij in prek 
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400 video vsebin. Na več kot polovici teh posnetkov spolnih zlorab otrok so bile deklice, ocena 
stopnje posnetkov zlorab je bila po lestvici COPINE sedem ali več.  
 
3.2.3 Lestvica SAP  
Kot piše Broadhurst (2019, str. 8) je Svetovalni odbor za kaznovanje (angl. Sentencing 
Advisory Panel – SAP) desetstopenjsko lestvico COPINE zožil na pet kategorij in na podlagi 
te kategorizacije podal tudi smernice za kaznovanje. Lestvica SAP se imenuje tudi Oliverjeva 
lestvica. Dodati velja, da v omrežju INHOPE za praktične potrebe uporabljajo tri stopnje, ki v 
osnovi izhajajo iz petih stopenj lestvice SAP, in sicer: (a) posnetek prikazuje hujše oblike 
spolnih zlorab otrok, (b) posnetek prikazuje otroke v erotičnih položajih, (c) posnetek je 




4  VLOGA INFORMACIJSKO-KOMUNIKACIJSKIH TEHNOLOGIJ  
 
Razvoj IKT je znižal stroške izdelave posnetkov spolnih zlorab otrok, povečal razpoložljivost 
in zmanjšal tveganje za odkrivanje storilcev, ki bodisi sodelujejo pri produkciji teh posnetkov 
ali samo posedujejo takšen material (Quayle in Jones, 2011, str. 8). Policisti v Manchestru so v 
celotnem letu 1999 zasegli 47.000 posnetkov, dandanes pa ni nič nenavadnega, če pri enem 
uporabniku zasežejo prek 2 milijona posnetkov (»Spletno oko«, b. d.). Razvoj tehnologij 
olajšuje domačo distribucijo posnetkov spolnih zlorab otrok. Kloess in drugi7 (2014, v Kloess 
in drugi, 2017, str. 174) izpostavljajo enostavnost, s katero je zdaj mogoče dostopati do vsebin, 
jih prenašati, distribuirati, z njimi trgovati in jih posneti. Prav zaradi enostavnosti uporabe se 
lahko IKT zlorabljajo za ilegalne namene, med katere spadajo tudi posnetki spolnih zlorab 
otrok. Quayle in Jones (2011, str. 8) navajata, da kar eno tretjino vseh obsodb spolnih zlorab 
otrok predstavljajo kazniva dejanja povezana z internetom. Po podatkih letnega poročila 
INHOPE je bilo leta 2019 v Interpolovi bazi posnetkov spolnih zlorab otrok več kot 1,5 milijona 
fotografij, podob in videoposnetkov, ki prikazujejo zlorabo več kot 19.400 žrtev s celega sveta. 
(»INHOPE«, 2019) 
 
4.1 Glavni trendi 
Digitalizacija je prinesla mnogo novih možnosti pri produkciji, distribuciji, obdelavi, hrambi in 
zaračunavanju posnetkov spolnih zlorab otrok. Z rastjo in razvejanostjo interneta se povečuje 
tudi količina posnetkov spolnih zlorab otrok (»Spletno oko«, b. d.). Z razvojem tehnologije so 
se posnetki začeli shranjevati na različne naprave, kot so na primer kasete in kasneje zgoščenke 
ter USB-ji. Internet, kot ga poznamo danes, ponuja storilcem več možnosti kot kdaj koli doslej. 
Dearden (2020) poroča, da je v Veliki Britaniji veliko pedofilov, ki plačajo samo 1 britanski 
funt (£), da lahko gledajo zlorabe otrok v živo. Anonimnost in s tem težjo izsledljivost nudi 
predvsem t. i. globoki splet (angl. deep web). Globoki splet, poimenovan tudi nevidni splet, je 
predel interneta, do katerega s široko uporabljenimi spletnimi iskalniki, kot sta Google ali 
Yahoo!, ne moremo dostopati. Obseg globokega spleta je ogromen. Rudesill in drugi (2015, 
str. 4) navajajo, da je kar 400 do 500-krat večji od površinskega spleta indeksiranih spletnih 
mest, do katerega dostopa večina uporabnikov. In prav globoki splet je kraj, kjer cveti temna 
                                               
7 Kloess, J. A., Beech, A. R., Harkins, L. (2014) Online child sexual exploitation: Prevalence, process, and offender 
characteristics. Trauma, Violence & Abuse. SAGE Journals 
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stran interneta. Čeprav na globokem spletu svoje aktivnosti izvajajo tudi državljani, ki 
spoštujejo zakone, in dobronamerni posamezniki, npr. novinarji, politični disidenti in 
prijavitelji nepravilnosti, je del globokega spleta, znan kot temni splet (angl. darknet), postal 
območje, kjer se izvajajo ilegalne in pogosto nevarne dejavnosti, med katere štejemo tudi 
posnetke spolnih zlorab otrok.  
Spletna mesta, kjer se najde posnetke spolnih zlorab otrok, so v veliki meri prešla na temni 
splet. Geslo ali nadzorovan dostop do dotičnih spletnih strani je mogoče pridobiti, prodajajo se 
na internetu proti plačilu naročnine. Možno jih je kupiti na daljavo s kreditnimi karticami 
(ukradenimi) za oddaljen dostop. Ko je plačilo opravljeno in imate geslo, lahko dostopate do 
spletnega mesta na običajen način, s katerega koli računalnika na svetu, ki je povezan z 
internetom (»INHOPE«, b. d.). Novica časopisa Forbes iz leta 2019 oriše problem temnega 
spleta in spornih aktivnosti, saj novinarka poroča o izbrisu največjega spletnega mesta za 
izkoriščanje otrok na spletu, »Welcome To Video«. Na spletni strani so zasegli za več kot 7 
terabajtov posnetkov spolnih zlorab otrok. Posnetki so bili analizirani s strani Nacionalnega 
centra za pogrešane in izkoriščane otroke (angl. National Center for Missing and Exploited 
Children – NCMEC), kjer so ugotovili, da je bilo 45 % zaseženih posnetkov še nepoznanih. 
Plačila so storilci izvajali s kriptovaluto Bitcoin, stran je zabeležila prek milijon prenosov 
posnetkov spolnih zlorab otrok. Na temnem spletu morajo uporabniki za vsebine plačati 
navadno v kriptovalutah. Trend kaže, da so na posnetkih vedno mlajše žrtve in tudi krutost 
posnetkov je na temnem spletu znatno večja. 
V korak s časom so stopili tudi organi pregona, katerih ključni cilj je zaustaviti produkcijo in 
distribucijo posnetkov spolnih zlorab otrok. Ferraro in Casey (2005, str. 46) navajata, da 
sodobna programska oprema lahko spremlja uporabnikovo spletno vedenje, vključno z e-pošto, 
pogovori na spletnih klepetalnicah, sporočili, gesli in obiski spletnih strani. Nekatere 
programske opreme, ki jih uporabljajo organi pregona, lahko celo posnamejo pritiske tipk. 
Večina spremljanja poteka brez vednosti uporabnika, saj ima namestitveni program običajno 
možnost preusmerjanja programske opreme za spremljanje, poročilo, v katerem so podrobno 
opisane vse računalniške dejavnosti, lahko pošlje kar po e-pošti. Nekatere programske opreme 
za spremljanje omogočajo namestitvenemu programu, da v realnem času spremlja dejavnosti 
uporabnika računalnika z oddaljene lokacije, druge lahko z oddaljene lokacije izvedejo 
forenzični pregled uporabnikovega računalniškega sistema. Opisane tehnike so učinkovite 
predvsem na površinskem spletu. 
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4.2 Spremenjene podobe otrok 
Ko obravnavamo razvoj tehnik na področju posnetkov spolnih zlorab otrok, se srečamo tudi s 
t. i. »spremenjenimi podobami« otrok (angl. morphed images). Ferraro in Casey (2005, str. 237) 
razlagata, da nastanejo z digitalnim izrezovanjem in lepljenjem delov otroških teles na slike 
odraslih in obratno. Razlikovanje je pomembno, saj številni strokovnjaki, ki se ne ukvarjajo s 
problematiko posnetkov spolnih zlorab otrok, razlike med navideznimi (angl. virtual images) 
in spremenjenimi podobami ne opazijo. Spremenjene podobe prikazujejo dejanskega otroka 
oziroma otroke, v nasprotju z njimi navidezna podoba otroka formalno ne viktimizira. V 
primeru navideznih podob ni bila ogrožena otrokova zasebnost niti ni bil otrok spolno napaden. 
V primeru, ko je slika spremenjena, pa je na sliki prikazana resnična oseba – otrok. Spremenjene 
podobe je mogoče ustvariti z uporabo različnih komponent. Podobe se lahko režejo in prilepijo 
s pomočjo revij ali programov, kot je na primer Photoshop. Simpson v svojem članku iz leta 
2009 poudarja, da se je potrebno vprašati, ali se zakoni lahko opirajo na utemeljitev, da takšno 
početje škoduje otroku v primeru, ko digitalni posnetki ne vključujejo resničnih oseb. Tudi pri 
risankah, ki prikazujejo otroke pri spolnem dejanju, se pojavi vprašanje, ali to sodi v definicijo 
posnetkov spolnih zlorab otrok. Za ta namen je avtor preučil dva primera (iz Avstralije in ZDA), 
ki sta vključevala kazenski pregon zaradi posedovanja posnetkov spolnih zlorab otrok. V enem 
primeru je šlo za risanko, v drugem za mešanico japonskih animiranih risank in besedilnih e-
poštnih sporočil. Avtor zaključi, da je v teh dveh primerih, ko sta bila posameznika kazensko 
ovadena zaradi posedovanja posnetkov spolnih zlorab otrok, katerih vsebina so bile slike risanih 
figur, meja med vrednotami, pornografijo, fantazijo in škodo zelo problematična in jo je 
mogoče zlahka ujeti v moralno paniko o spolnih vsebinah. O'Donnell in Milner (2007, str. 66) 
opozarjata na to, da bo z vse bolj sofisticirano informacijsko tehnologijo vedno težje razlikovati 
med pravimi posnetki spolnih zlorab in tistimi, ki so bili računalniško generirani. Potreba po 





5  PRIJAVNE TOČKE 
 
Obstaja veliko spletnih strani in organizacij, ki se borijo proti zlorabam otrok. Ferraro in Casey 
(2005, str. 46) navajata, da ponujajo te strani informacije o tem, kako zaščititi otroke na spletu 
in kje prijaviti trgovino s posnetki spolnih zlorab otrok. Med neprofitnimi organizacijami za 
zaščito otrok imajo posebno mesto t. i. prijavne točke civilne družbe, ki omogočajo, da se 
sporna vsebina prijavi njim in ne direktno policiji. Ena prvih prijavnih točk je bila britanska 
IWF (angl. Internet Watch Foundation), ki uspešno deluje že od leta 1996. V nadaljevanju bom 
opisala tri tovrstna spletna mesta: mednarodno točko INHOPE, ki povezuje vse prijavne točke 
po svetu, kanadsko Cybertip.ca, ki je v vseh pogledih zelo napredna, in slovensko prijavno 
točko Spletno oko. Navedena spletna mesta so primer dobre prakse tako na globalni kot tudi 
državni ravni. Spletna mesta se ukvarjajo z ozaveščanjem javnosti o problematiki posnetkov 
spolnih zlorab otrok in z obravnavo prijav posnetkov zlorab. Vsako leto izdajo tudi poročilo o 
aktivnostih, povezanih s problematiko posnetkov spolnih zlorab otrok.  
 
5.1 INHOPE 
INHOPE je neprofitna organizacija, ki povezuje prek 45 prijavnih točk iz več kot 41 držav. 
Njihovo spletno mesto poleg koristnih informacij za prepoznavanje posnetkov spolnih zlorab 
otrok vsakoletno objavi statistike s tega področja kot tudi s področja sovražnega govora. 
Začetek delovanja spletnega mesta sega v leto 1996, ko so se združile različne nacionalne 
iniciative, ki so želele preprečiti nezakonite aktivnosti na spletu, predvsem zlorabo otrok. Istega 
leta je bila na Nizozemskem ustanovljena prva prijavna točka, ki je obravnavala posnetke 
spolnih zlorab otrok s podporo policije. Še pred koncem leta 1996 so se Nizozemski pridružile 
Norveška, Belgija in Združeno Kraljestvo. Ko so se iniciativi pridružile še Avstrija, Španija, 
Irska in Finska, pa so bili sprejeti načrti za ustanovitev mednarodne organizacije. Leta 1997 je 
Childnet International, dobrodelna ustanova, katere cilj je bil narediti splet varen kraj za mlade 
in otroke, gostila prvo srečanje prijavnih točk iz Evrope in ZDA. Na njem je bilo potrjeno 
tesnejše sodelovanje med organizacijami. Tako so leta 1999 predstavnice osmih zgoraj 
omenjenih držav ustanovile skupno spletno mesto z imenom INHOPE. Ime je okrajšava 
njihovega polnega imena International Hotline Operators of Europe. Danes ima INHOPE 
prijavne točke po celem svetu. Z rednimi sestanki, na katerih si izmenjujejo znanja in dobre 
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prakse, si skupaj z organi pregona prizadevajo za reševanje globalnega problema nezakonitih 
vsebin na spletu, zlasti posnetkov spolnih zlorab otrok (»INHOPE«, b. d.). 
Na spletni strani (INHOPE, 2020) je zapisano, da je primarni cilj strani: 
obvestiti ponudnika internetnih storitev o hitri odstranitvi vsebine z interneta in o primeru 
poročati ustreznemu organu pregona za identifikacijo žrtev. Analitike oziroma pregledovalce 
na linijah usposablja osebje INHOPE, policisti Interpola in nacionalne agencije za pregon. 
Nezakonitost vsebine ocenjujejo v skladu z nacionalnim in mednarodnim pravom. Če je vsebina 
razvrščena kot nezakonita, analitik ugotovi lokacijo gostovanja te vsebine. Ko je gostovanje v 
isti državi, bo analitik poročal nacionalnemu organu pregona in ustreznemu ponudniku 
internetnih storitev v državi. Če vsebino gostijo drugje, analitik poročilo posreduje ustrezni 
prijavni točki prek varne platforme ICCAM na spletnem mestu INHOPE. 
Spletno mesto INHOPE že od leta 2002 vsako leto oziroma vsako drugo leto objavi poročilo o 
posnetkih spolnih zlorab otrok. Poročilo vsebuje statistiko, v njem so opisane tudi smernice, 
kaj naj uporabnik spleta naredi, če naleti na takšno vsebino. V statistiki je navedeno število 
prijav in število posnetkov, ki so jih analitiki preučili ter število vsebin, na katerih so zaznani 
posnetki zlorab. V statistiki so navedene primerjave med državami, na katerih strežnikih so bile 
vsebine zaznane in spol ter starost žrtev.  
Število vsebin povezanih s posnetki spolnih zlorab otrok, ki so bile analizirane s strani INHOPE 
in partnerskih institucij, se je med leti 2017 in 2018 povečalo za 51 %. V letu 2018 so tako 
prejeli 155.240 prijav uporabnikov spleta, analitiki so ocenili 337.588 posnetkov, od katerih jih 
je bilo 223.999 prepoznanih kot takšnih, ki prikazujejo spolno zlorabo otroka oziroma otrok. 
84 % posnetkov spolnih zlorab otrok je bilo zabeleženih na spletnih strežnikih za slike (angl. 
image hosts). V 80 % primerov posnetkov spolnih zlorab otrok so bile žrtve deklice, v 17 % 
primerov dečki, posnetkov, na katerih so žrtve tako deklice kot dečki, je bilo v letu 2018 3 %. 
Na posnetkih zlorab so bile v 89 % žrtve stare od 3–13 let, v 9 % so bile žrtve stare od 14–17 
let in v 2 % so posnetki prikazovali žrtve mlajše od 3 let. To pomeni, da je kar 91 % posnetkov 
spolnih zlorab otrok takšnih, ki prikazujejo žrtve, ki so stare manj kot 13 let. Največ vsebin so 
zasledili na nizozemskih strežnikih, sledijo ZDA (»INHOPE«, 2020).  
 
5.2 Cybertip.ca 
Začetek tega spletnega mesta sega v leto 1999, ko so se začele prepoznavati vrzeli na področju 
zaščite otrok. Internet je postajal vedno bolj priljubljen, toda prebivalci Kanade niso imeli 
preprostega mehanizma za prijavo potencialnih spletnih kriminalnih dejanj. Zato je Kanadski 
center za zaščito otrok vzpostavil točko, kjer so sprejemali poročila o spletnem izkoriščanju 
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otrok. V letu 2002 je bilo spletno mesto prvič predstavljeno kot pilotni projekt. V prvih letih so  
se tehnično in organizacijsko izpopolnjevali, dejavnost ozaveščanja so izvajali predvsem v 
provinci Manitoba. V tem času so odgovorni pri Cybertip.ca vzpostavljali odnose z drugimi 
deželnimi vladami, organi pregona in podjetji iz zasebnega sektorja. Kmalu je bilo spletno 
mesto deležno široke podpore; iz vseh provinc in ozemelj so bila zvezni vladi poslana pisma 
podpore temu spletnemu mestu. Tudi organizacije organov pregona so podprle njegovo uvedbo. 
Maja 2004 je kanadska vlada spletno mesto prepoznala kot nacionalno točko za prijavljanje 
zlorab otrok na spletu. Kmalu za tem je Cybertip.ca koordiniral sestanek s ponudniki internetnih 
storitev, zveznimi in deželnimi vladnimi službami in organizacijami organov pregona, da bi 
skupaj razpravljali o usklajeni, prostovoljni in široko zasnovani strategiji za obravnavanje 
posnetkov spolnih zlorab otrok. Rezultat tega srečanja je bila ustanovitev Kanadske koalicije 
proti internetnemu izkoriščanju otrok. Leto kasneje je bilo spletno mesto uradno lansirano na 
nacionalni ravni, istega leta je pridobilo članstvo v INHOPE mreži, kar je še okrepilo 
prizadevanja za zaščito otrok pred izkoriščanjem. Danes Cybertip.ca mesečno analizira 
povprečno 100.000 prijav, ki jih potem ustrezno posreduje pristojnim organom pregona. Ponuja 
tudi izobraževalne vsebine in pripravlja poročila na temo posnetkov spolnih zlorab otrok 
(»Cybertip.ca«, b. d.). 
Odkar je spletno mesto zaživelo, je prejelo preko 2.600.000 prijav glede izkoriščanja otrok na 
spletu. Zanimiv je podatek, da se je od leta 2018 do leta 2019 število prijav povečalo za več kot 
1.000 %, v letih 2017 in 2018 so namreč zabeležili 139.768 prijav, v letih 2018 in 2019 pa 
1.474.075 prijav (»Cybertip.ca«, 2020). 
V poročilu, ki ga je spletno mesto izdalo leta 2016, so ugotovili, da so na več kot 78 % 
posnetkov spolnih zlorab otrok prikazane žrtve mlajše od 12 let, od tega je bilo več kot 63 % 
žrtev mlajših od osem let in od tega več kot 7 % dojenčkov ali malčkov. V 80 % posnetkov je 
bila žrtev deklica. Več kot 50 % posnetkov je prikazovalo resne spolne napade na otroke. 69 % 
posnetkov zlorab je bilo posnetih v domačem okolju, od tega jih je kar 70 % prikazovalo resen 
spolni napad. V 83 % posnetkov, na katerih je bil storilec viden, je bil moškega spola 
(»Protectchildren.ca«, 2016).  
 
5.3 Spletno oko 
Slovenska prijavna točka je bila ustanovljena leta 2006, nezakonite vsebine so uporabniki spleta 
lahko začeli prijavljati marca 2007, ko je bila spletna stran oblikovana in je bilo vzpostavljeno 
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sodelovanje z organi pregona. V projektu posredno (preko članstva v Svetu projekta) sodelujejo 
med drugim tudi Vrhovno državno tožilstvo Slovenije, Varuh človekovih pravic, Ministrstvo 
za izobraževanje, znanost in šport ter Policija. Spletno mesto je vpeto v celostno preprečevanje 
zlorab otrok in sovražnega govora na spletu v Sloveniji. Ekipa analizira samo prijavljene 
primere, vsebin ne iščejo proaktivno, saj jim zakonodaja tega ne dovoljuje. Spletno oko deluje 
v okviru Centra za varnejši internet, ki ga koordinira Univerza v Ljubljani, Fakulteta za 
družbene vede, v sodelovanju s partnerji ARNES, Zvezo prijateljev mladine Slovenije in 
Zavodom MISSS (Mladinsko informativno svetovalno središče Slovenije), financirata ga 
Agencija INEA pri Evropski komisiji (prek Instrumenta za povezovanje Evrope) in Direktorat 
za informacijsko družbo pri Ministrstvu za javno upravo. Poslanstvo spletnega mesta oziroma 
prijavne točke je v sodelovanju s policijo, ponudniki internetnih storitev, spletnimi portali in 
drugimi zainteresiranimi vladnimi ter nevladnimi organizacijami prispevati k zmanjšanju 
obsega gradiv s spolnimi zlorabami otrok in sovražnega govora na internetu. Vsako leto 
priredijo tudi posvet na temo zlorab otrok, izdajajo poročila in se z različnimi publikacijami 
trudijo ozaveščati javnost o problemu posnetkov spolnih zlorab otrok (»Spletno oko«, b. d.).  
Spletno mesto že od vsega začetka izdaja letna poročila na temo sovražnega govora in 
posnetkov spolnih zlorab otrok. Trend prijav posnetkov spolnih zlorab otrok je do leta 2012 
naraščal, od takrat naprej pa nekoliko pada. Tako so leta 2012 prejeli 1.127 prijav, od tega so 
jih 268 posredovali policiji, leta 2018 je bilo prijav 350, posredovanih policiji pa 159 (»Spletno 
oko«, b. d.). 
V poročilu za leto 2018 so zapisali, da je največ vsebin bilo zaznanih na strežnikih v ZDA, zato 
so bili posredovani v nadaljnjo obravnavo prek mreže INHOPE, v katero je spletno mesto tudi 
vključeno. Največ žrtev (38 %) je bilo starih med 11 in 15 let, s 36 % sledijo žrtve stare od 7 
do 10 let, s 14 % žrtve stare do 6 let in z 12 % žrtve stare od 16 do 17 let. V 86 % je bila žrtev 
deklica, v 11 % sta bila žrtev tako deklica kot deček, posnetkov, na katerem bi bil samo deček 
je bilo v letu 2018 3 %. Od analiziranega materiala je 55 % vsebin predstavljalo posnetke, na 
katerih je prikazana hujša oblika spolne zlorabe otroka. Tipična žrtev je po navedbah prijavne 





Slika 1 Statistika prijav posnetkov spolnih zlorab otrok 
 




6  ZAKONODAJA IN PREGON 
 
Posnetki spolnih zlorab otrok spadajo med kazniva dejanja zoper spolno nedotakljivost. V 
Sloveniji in širše v Evropski uniji so pravice otrok zaščitene z mednarodnimi konvencijami in 
zakoni, ki delujejo na ravni celotne EU ter z mednarodnimi pogodbami. V nadaljevanju so 
opisane konvencije in zakoni, ki urejajo področje zlorab otrok za spolne namene ter izzivi, s 
katerimi se soočajo organi pregona, ko poskušajo storilce odkriti in kazensko ovaditi. V 
Sloveniji otrokove pravice ščitimo z Ustavo Republike Slovenije, Konvencijo Organizacije 
združenih narodov o otrokovih pravicah, Deklaracijo OZN o otrokovih pravicah, Evropsko 
konvencijo o uresničevanju otrokovih pravic in z Zakonom o varuhu človekovih pravic RS.  
 
6.1 Zakonodaja 
V Konvenciji OZN o otrokovih pravicah8 lahko preberemo: 
Države pogodbenice se zavezujejo, da bodo otroka zavarovale pred vsemi oblikami spolnega 
izkoriščanja in spolnih zlorab. V ta namen bodo države pogodbenice še posebej sprejele vse 
ustrezne državne, bilateralne in multilateralne ukrepe, s katerimi bodo preprečile: 
a) napeljevanje ali siljenje otroka h kakršnikoli nezakoniti spolni dejavnosti; 
b) izkoriščanje otrok v prostituciji ali drugih nezakonitih spolnih dejavnostih; 
c) izkoriščanje otrok v pornografskih predstavah in gradivih. 
Ožje pa v Sloveniji zakonodajo ureja Kazenski zakonik Republike Slovenije, v tem primeru 
natančneje sekcija »Kazniva dejanja zoper spolno nedotakljivost«. V 176. členu o prikazovanju, 
izdelavi, posesti in posredovanju pornografskega gradiva je zapisano: 
(1) Kdor osebi, mlajši od petnajst let, proda, prikaže ali z javnim razstavljanjem ali kako 
drugače omogoči, da so ji dostopni spisi, slike, avdiovizualni ali drugi predmeti pornografske 
vsebine, ali ji prikaže pornografsko ali drugačno seksualno predstavo, se kaznuje z denarno 
kaznijo ali zaporom do dveh let. 
(2) Kdor s silo, grožnjo, preslepitvijo, prekoračitvijo ali zlorabo pooblastil, novačenjem, 
nagovarjanjem ali zaradi izkoriščanja navede, pridobi ali spodbudi mladoletno osebo za 
izdelavo slik, avdiovizualnih ali drugih predmetov pornografske ali drugačne seksualne 
vsebine, za sodelovanje v pornografski ali drugačni seksualni predstavi ali kdor taki predstavi 
vedoma prisostvuje, se kaznuje z zaporom od šestih mesecev do osmih let. 
(3) Enako kot v prejšnjem odstavku se kaznuje, kdor zase ali za drugega pridobiva, proizvede, 
razširi, proda, uvozi, izvozi ali drugače ponudi pornografsko ali drugačno seksualno gradivo, 
ki vključuje mladoletne osebe ali njihove realistične podobe, ali kdor poseduje tako gradivo ali 
                                               
8 Konvencija OZN o otrokovih pravicah, 1990, 34. člen 
26 
 
pridobi dostop do takega gradiva s pomočjo informacijskih ali komunikacijskih tehnologij, ali 
razkriva identiteto mladoletne osebe v takem gradivu. 
(4) Če je bilo dejanje iz drugega ali tretjega odstavka tega člena storjeno v hudodelski združbi 
za izvrševanje takih kaznivih dejanj, se storilec kaznuje z zaporom od enega do osmih let. 
(5) Pornografsko ali drugačno seksualno gradivo iz drugega, tretjega in četrtega odstavka tega 
člena se vzame ali njegova uporaba ustrezno onemogoči. 
Čeprav so posnetki spolnih zlorab otrok mednarodno skoraj povsod obsojani, se zakonodaje 
med seboj močno razlikujejo. Večina držav sicer ima zakonodajo, ki zadeva otroško prostitucijo 
in splošno obscenost, ki bi lahko zajemala tudi posnetke spolnih zlorab otrok, vendar ima zelo 
malo držav specifično zakonodajo, ki bi bila posebej zasnovana za boj proti takšnim posnetkom. 
O'Donnell in Milner (2007, str. 66) ugotavljata, da je to tudi razlog, da se pristojnosti razlikujejo 
glede na naravo prepovedanega materiala. Nekatere zakonodaje si prizadevajo zajeti vse vrste 
avdiovizualnih prikazov, nekatere izključujejo slike in risbe, nekatere izključujejo besedila. Na 
Irskem, v Angliji in Walesu zakonodaja ne razlikuje med računalniško generiranimi in 
dejanskimi posnetki spolnih zlorab otrok. V ZDA ti dve vrsti podob ločujejo. S tem ščitijo prvi 
amandma svoje ustave, ki dovoljuje pornografijo, saj naj ne bi v produkciji računalniško 
generiranih slik direktno trpel noben otrok. Glosserman9 (2000, v prav tam, 2007, str. 66) 
poudarja kulturno pogojene razlike med posameznimi državami, v različnih kulturah imajo 
namreč različne predstave, kaj je sprejemljivo in kaj ni. Navaja japonski primer popularnih 
stripov »manga«, ki so bili navkljub prikazovanju nasilne spolnosti nad otroki in celo 
prikazovanju pohabljanja otrok, izvzeti iz stroge zakonodaje o posnetkih spolnih zlorab otrok, 
ki je bila na Japonskem sprejeta leta 1999. 
Omeniti je potrebno še starost privolitve (angl. age of consent), ki označuje najnižjo starost, za 
katero se šteje, da je oseba pravno sposobna za privolitev v spolno dejanje. Če ima oseba, ki je 
starejša, spolni odnos oziroma izvrši spolno dejanje z mladoletnikom, ki je mlajši od starosti 
privolitve, se to lahko zakonsko šteje za posilstvo, saj se dejanje ne šteje za sporazumno. 
Najnižjo starost privolitve ima Nigerija (11 let), sledita Angola in Filipini (12 let). V Evropi 
ima najnižjo zakonsko določeno starost privolitve Avstrija (14 let). V Sloveniji je ta starost 15 
let. Na Japonskem, se zakonska starost privolitve začne pri 13 letih, vendar se zakoni razlikujejo 
v različnih delih države. Treba je sicer razlikovati med starostjo privolitve v odnos in starostjo, 
ko je snemanje, distribucija in lastništvo posnetka takšnega odnosa kaznivo. V ZDA ima tako 
lahko odrasel človek spolni odnos z osebo, ki je stara 15 let in je v to privolila, ne sme pa 
                                               
9 Glosserman, B. (2000) Reversal of fortune. Index on Censorship 
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ustvariti, distribuirati ali imeti vizualnih zapisov o tem odnosu, ker zvezni zakoni o posnetkih 
spolnih zlorab otrok opredeljujejo mladoletnika kot katero koli osebo, ki je mlajša od 18 let.  
V Sloveniji se kazni za prikazovanje, izdelavo, posest in posredovanje pornografskega gradiva 
v povezavi z mladoletnimi gibljejo med šestimi meseci in osmimi leti zaporne kazni. Glede na 
posledice, ki jih zloraba pusti na žrtvah, so kazni po mnenju mnogih preblage. Kot poudarjajo 
na kanadski prijavni točki: »Spolna zloraba otroka vključuje različno vrsto vedenj, od očitnih 
kršitev, kot je dotikanje otrokovih genitalij, do manj očitnih dejanj, ki ne vključujejo dotikanja, 
kot je na primer izpostavljanje otroka spolno eksplicitnim gradivom. Otroci lahko doživijo 
travme zaradi obeh spolnih deliktov« (»Cybertip.ca«, 2014, str. 4).  
Seveda se odpirajo vprašanja in dileme tudi v zvezi obravnavanjem že kaznovanih storilcev teh 
kaznivih dejanj. V ZDA so priljubljene tako imenovane »Sosedske straže« (angl. 
Neighbourhood Watch), ki ščitijo prebivalce mest in okrožij pred spolnimi prestopniki. V ZDA 
je namreč obtoženi spolni prestopnik zabeležen v javno dostopni evidenci. Obstajajo spletne 
strani, kot je na primer criminalwatchdog.com, kjer lahko prebivalci vpišejo svoj naslov in 
izberejo, v kolikšnem radiju želijo izvesti iskanje registriranih spolnih prestopnikov, saj morajo 
slednji sproti javljati kraj bivanja. Prestopniki se zato velikokrat znajdejo v sovražnih okoljih. 
Tewksbury in Lees10, (2006, v Evans in Cubellis, 2014, str. 594) razlagata, da ima veliko 
registriranih spolnih prestopnikov težave z vključevanjem v okolico in mnogi od njih trpijo 
zaradi razpadlih družinskih odnosov.  
 
6.2 Izzivi organov pregona 
Zaradi vse večjega števila uporabnikov osebnih računalnikov in vse lažjega dostopa v zadnjem 
desetletju so storilci, ki distribuirajo posnetke spolnih zlorab otrok našli na spletu idealen 
prostor za izmenjavo teh vsebin. Organi pregona po vsem svetu, ki se ukvarjajo s to 
problematiko, ugotavljajo, da postaja odkrivanje in pregon kibernetskih kriminalcev vse 
zahtevnejše opravilo, ki ga pogosto spremlja neuspeh. (Schell in drugi, 2007, str. 45).  
Internet ponuja novosti tudi za organe pregona, saj se digitalni odtisi lahko uporabljajo kot 
dokazi za kazniva dejanja zoper spolno nedotakljivost otrok. Poleg tega organi pregona 
posameznih držav vse bolj čezmejno sodelujejo. Sodelovanje večinoma poteka na bilateralni 
                                               
10 Tewksbury, R., & Lees, M. B. (2006) Perceptions of sex offender registration: Collateral consequences and 
community experiences. Sociological Spectrum 
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osnovi, vendar tudi v okviru Europola, Evropskega policijskega urada in Interpola, največje 
svetovne mednarodne policijske organizacije, ki združuje 190 držav članic. Boj proti 
posnetkom spolnih zlorab otrok na spletu je tako postal ena od glavnih prednostnih nalog pod 
okriljem Europola (Vendius, 2015, str. 7). S problematiko se aktivno ukvarja tudi Interpol, ki 
uporablja orodje ICSE (International Child Sexual Exploitation). To je baza vsebin posnetkov 
spolnih zlorab otrok, hkrati pa tudi obveščevalno in preiskovalno orodje, ki specializiranim 
preiskovalcem omogoča izmenjavo informacij in podatkov o primerih spolnih zlorab otrok s 
svojimi kolegi. Baza vsebin vsebuje prek milijon in pol posnetkov spolnih zlorab otrok in je 
pomagala identificirati 19.400 žrtev po vsem svetu (»Interpol«, b. d.). 
INHOPE navaja, da največji izziv za vse, ki se borijo proti tovrstnim kaznivim dejanjem, 
predstavlja dejstvo, da se lahko spletna mesta, ki vsebujejo vsebine posnetkov spolnih zlorab 
otrok, gosti kjerkoli po svetu. Zato je mednarodno sodelovanje še toliko pomembnejše. Na tem 
področju je bil po podatkih omenjenega spletnega mesta nedavno dosežen napredek z Evropsko 
finančno koalicijo za boj proti internetni distribuciji slik zlorabljanja otrok. V njej bodo 
sodelovali policijski organi, ponudniki internetnih storitev, nevladne organizacije, ki se borijo 
za zaščito otrok in drugi. Koalicija bo pomagala pri odkrivanju žrtev in njihovi zaščiti, pri 
iskanju storilcev in tistih, ki se posredno okoriščajo s prodajo slik (»INHOPE«, b. d.). 
Organi pregona poročajo, da po njihovih podatkih storilci vsakodnevno s pridom izkoriščajo 
vse vidike interneta, delijo nasvete o zlorabi otrok in trgujejo z milijoni »domačih« posnetkov 
in fotografij zlorabljenih otrok. Policija ocenjuje, da je od 25 do 50 % posameznikov, ki gledajo 
in trgujejo z internetnimi posnetki spolnih zlorab otrok, že zagrešilo kaznivo dejanje spolne 
zlorabe otroka. Prav tako organi pregona ocenjujejo, da je prek 50.000 otrok po vsem svetu 
zlorabljenih in uporabljenih za igralce v posnetkih spolnih zlorab otrok (Schell in drugi, 2007 
str. 47). Na žalost je zelo majhen delež teh otrok identificiran in še manjši del dejansko rešen 
(prav tam). 
Organi pregona se sicer iskanja oseb, ki so zagrešile kaznivo dejanje posedovanja ali produkcije 
posnetkov spolnih zlorab otrok, lotevajo na različne načine. Ablon in drugi11 (2014), 
Mckinnon12 (2015) v Rudesill in drugi, (2015, str. 10) navajajo, da so organi pregona sprejeli 
prakse ter tehnike spletnih kriminalcev in je tako velik del preiskovalnih tehnik postal podoben 
                                               
11 Ablon, L., Libicki, M. C. in Golay, A. A. (2014) Markets for Cybercrime Tools and Stolen Data: Hackers' 
Bazaar. Santa Monica: Rand Corporation 
 
12 Mckinnon, A. 2015. Hacking: Ultimate Hacking for Beginners. Seattle: Amazon Digital Services. 
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ali celo identičen rutinskim tehnikam hekanja. Za prebijanje gostih slojev anonimnosti, ki jih 
ponuja TOR, je FBI leta 2012 v operaciji Torpedo uporabil aplikacijo Metasploit za razkritje 
uporabnikov treh spletnih strani na globokem spletu, kjer so bili posnetki spolnih zlorab otrok. 
»Uporaba teh tehnik za proučevanje globokega in temnega spleta poraja zapletena pravna in 
etična vprašanja glede zasebnosti in morebitne kršitve dobro uveljavljenih raziskovalnih 
protokolov. Preiskovalci tako tvegajo, da bodo storili napako, medtem ko sodelujejo v 
legitimnih raziskovalnih projektih« (prav tam). 
Temni splet se v zadnjih letih vse pogosteje uporablja za trgovanje, pogovore in izmenjavo 
informacij ter datotek, ker so pri tem uporabniki anonimni in tako ohranjajo svoje spletne 
aktivnosti zasebne (Rudesill in drugi, 2015, str. 8). Ena glavnih težav, ki se pojavlja pri 
preganjanju storilcev, ki posedujejo in distribuirajo posnetke spolnih zlorab otrok, je torej 
anonimnost in z njo povezana neizsledljivost. Izkoriščanje in zloraba otrok sta obstajali že 
veliko pred pojavom interneta, vendar le-ta omogoča naraščajočo dostopnost spornih vsebin 
uporabnikom spleta po celem svetu brez tveganj, ki so bila prej prisotna v fizičnem procesu 
dostopanja do tovrstnega gradiva. Najnovejši razvoj IKT omogoča storilcem edinstveno spletno 
okolje, kjer je prisotna anonimnost in cenovna dostopnost (Kloess in drugi, 2017, str. 174). 
Velika večina kriminalnih dejanj se dogaja zato na temnem spletu. Broadhurst (2019, str. 15) v 
svojem članku razlaga, da so »kripto-trgi, ki temeljijo na Darknetu ali Toru, med glavnimi 
platformami, ki jih spletni storilci zaradi večje anonimnosti uporabljajo za ustvarjanje in 
distribucijo posnetkov zlorab otrok.« In navkljub trudu oblasti, da razkrijejo nezakonite mreže 
in prepoznajo storilce kaznivih dejanj, bodo ti trgi verjetno tudi v bodoče še vedno najljubša 
metoda za izmenjavo in distribucijo posnetkov zlorab otrok. Rudesill in drugi (2015, str. 7) 
poudarjajo, da prednosti, ki jih ponuja temni splet, kot sta varnost in anonimnost, še dodatno 
prispevajo k rasti le-tega. Za anonimne transakcije se uporabljajo različne kriptovalute. Te 
transakcije se izvajajo na večini kripto-tržnic temnega spleta.  
»Organi pregona pripisujejo kazniva dejanja posnetkov zlorab otrok specifičnim osebam tako, 
da kaznivo dejanje povežejo z določeno digitalno napravo in uporabnikom te naprave ter 
izsledijo nezakonita dejanja nazaj do vira, kot sta IP naslov in oseba. Vendar pa anonimnost in 
šifriranje otežujeta identifikacijo naprav in/ali oseb, odgovornih za kibernetski kriminal« 
(Broadhurst, 2019, str. 18). Pozitiven korak pri preprečevanju zlorab in identifikaciji storilcev 
bi bil še naprej vzpodbujati sodelovanje v raziskavah organov pregona in investiranje v uporabo 
novih tehnologij, ki lahko pomagajo odpravljati hitro povečevanje števila vsebin posnetkov 
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zlorab otrok. Sem spadajo metode za de-anonimizacijo kripto-trgov s posnetki spornih vsebin 
in kriptovalut, ki se uporabljajo za nakup teh vsebin. Potreben bi bil tudi računalniški vid in 
tehnike prepoznavanja slik, ki omogočajo hitro forenzično pridobivanje dokaznega materiala 
ter raziskave, ki raziskujejo protiukrepe ali forenzično zavedanje proizvajalcev in distributerjev 




7  EMPIRIČNI DEL 
 
V sklopu diplomske naloge sem izvedla dva ekspertna intervjuja s predstavnikoma prijavne 
točke Spletno oko. Prvi intervju sem opravila s strokovnjakinjo, ki se je več let ukvarjala s 
problematiko spolnih zlorab otrok na spletu. Intervju sem opravila novembra 2019 v prostorih 
Inštituta za družbene vede. Vprašanja sem pripravila vnaprej, pogovor pa sem snemala in 
kasneje prepisala. Vprašanja so bila splošna, torej kaj je Spletno oko, na kakšen način se 
posnetki prijavljajo in kako so IKT vplivale na distribucijo in trend posnetkov spolnih zlorab 
otrok. 
Ker sem bila takrat šele v začetni fazi pisanja diplomske naloge, so se mi v nadaljevanju 
pojavila tudi dodatna vprašanja, na katere mi je odgovoril strokovnjak, ki se prav tako že več 
let ukvarja s to problematiko. Na vprašanja mi je januarja 2020 odgovoril prek elektronske 
pošte. Zanimalo me je predvsem vprašanje, kako je napredovanje IKT vplivalo na delovanje 
organov pregona.  





8  ZAKLJUČEK 
 
Zaradi vse hitrejšega razvoja IKT se posnetki spolnih zlorab otrok lahko širijo zelo hitro in 
vedno znova je potrebno dopolnjevati zakonodajo in usklajevati mednarodne aktivnosti, ki 
pomagajo takšna dejanja zaustaviti. Problematika posnetkov spolnih zlorab otrok na spletu je 
sicer vedno večja. Storilci imajo lažji dostop, visoko anonimnost in milijone vsebin, s katerimi 
lahko razpolagajo. Dearden (2020) piše, da od leta 2016 britanske oblasti vsak mesec aretirajo 
do 450 potencialnih storilcev zoper spolno nedotakljivost otrok. Vendar se kljub boju proti 
zlorabam otrok in napredku tehnologij za njihovo odkrivanje tveganje in s tem neizmerna škoda 
za otroke in njihove družine ne zmanjšuje. V tem boju se je uveljavil širok mednarodni pristop, 
ki povezuje vlade, nevladne organizacije, industrijo, organe pregona in akademske skupnosti. 
Povezovanja na mednarodni in lokalni ravni so izboljšala ozaveščenost in pripomogla k 
oviranju dejavnosti proizvajalcev in distributerjev posnetkov spolnih zlorab otrok. 
Najverjetneje se bodo storilci sedaj premestili v varnejša internetna zatočišča, kot so strežniki 
držav, katerih zakonodaje so bolj pomanjkljive (Broadhurst, 2019, str. 23).  
V prvem poglavju sem okvirno opredelila probleme, ki jih tematika posnetkov spolnih zlorab 
otrok na spletu predstavlja. V drugem poglavju sem podala pregled razvoja te problematike 
skozi zgodovino in s tem delno obravnavala tudi tretje raziskovalno vprašanje, pri katerem me 
je zanimalo spreminjanje načina kreiranja in distribucije posnetkov spolnih zlorab otrok. 
V tretjem poglavju sem obravnavala termin »posnetki spolnih zlorab otrok« in s tem prvo 
raziskovalno vprašanje, ki se je nanašalo na razumevanje tega pojma. Opredelitev pojma ni 
enostavna, saj se težava pojavi že pri definiciji besede »otrok«, ki je kulturno pogojen pojem in 
se zato tudi zakonodaje v različnih državah razlikujejo pri njegovi obravnavi. Posnetki spolnih 
zlorab otrok so v večini zakonodaj opredeljeni kot zločin oziroma kaznivo dejanje, vendar 
obstaja veliko pravnih praznin, predvsem v državah vzhodnega sveta, tako da se obsodbi 
številni storilci lahko izognejo. Sprijazniti se je potrebno tudi s še vedno prisotnim izrazom 
»otroška pornografija«, ki ni najbolj ustrezen, predvsem kadar se pojavlja v laičnih besedilih, 
kot so neznanstveni članki in novice, s katerimi poskušajo mediji privabiti čim več občinstva. 
Resnejši mediji, sama sem prebrala nekaj člankov Forbesa in Independenta, dosledno 
uporabljajo besedno zvezo »podobe spolne zlorabe otrok«. Težava se pojavi tudi v klasifikaciji, 
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kaj spada pod posnetke zlorab. Gillespie13 (2010) v Kloess in drugi (2017, str. 176) namreč 
poudarja, da je težje definirati vsebine, ki so manj eksplicitne, kot je na primer posnetek otroka, 
ki je deloma oblečen. Pri klasifikaciji teh posnetkov se strokovnjaki in organi pregona večinoma 
ravnajo po lestvicah COPINE in SAP.  
V četrtem poglavju s pomočjo virov in intervjujev s predstavnikoma Spletnega očesa 
obravnavam drugo raziskovalno vprašanje, kako je IKT vplivala na posnetke spolnih zlorab 
otrok. Z eksponentno rastjo interneta, tukaj govorim predvsem o globokem in temnem spletu, 
je naraslo tudi število posnetkov spolnih zlorab otrok, povečala se je tudi stopnja krutosti zlorab. 
Čeprav so posnetki spolnih zlorab otrok obstajali že prej v zgodovini, se je njihova distribucija 
močno razmahnila šele v 20. stoletju po seksualni revoluciji, še posebej, ko so se posnetki zlorab 
preselili na splet. Z razvojem novih tehnologij obstaja manjša možnost, da bodo storilce ujeli 
bodisi pri posedovanju, bodisi pri izdelovanju vsebin.  
V petem poglavju sem obravnavala glavnino tretjega raziskovalnega vprašanja, ki se nanaša na 
trende na tem področju, tako v pogledu samega pojava kot tudi glede odkrivanja, spremljanja, 
preganjanja, preprečevanja in osveščanja v svetu. Na vprašanje sem skušala odgovoriti preko 
predstavitve aktivnosti prijavnih točk za posnetke spolnih zlorab otrok. V mednarodno mrežo 
prijavnih točk INHOPE sta vključeni dve prijavni točki, ki sem ju podrobneje predstavila, 
kanadska Cybertip.ca in naše Spletno oko. Obe točki s pomočjo uporabnikov interneta 
posredujeta sporne vsebine organom pregona, obenem tudi ozaveščata javnost z raznimi 
poročili, organiziranimi dogodki, izobraževalnimi vsebinami itd. Prijavne točke so zato dobri 
viri informacij o trendih na tem področju; poročajo predvsem o hitrem naraščanju kreiranja in 
distribuiranja teh posnetkov.  
V šestem poglavju sem obravnavala najbolj pereče izzive na tem področju in s tem četrto 
raziskovalno vprašanje. Pri tem sem se osredotočila predvsem na delo organov pregona. Ti 
skušajo stopiti v korak s storilci in z različnimi praksami preprečiti kazniva dejanja in zaščititi 
žrtve. Problem predstavlja predvsem anonimnost in neizsledljivost storilcev, s čimer je oteženo 
tudi identificiranje žrtev in njihovo reševanje. Ob tem se je potrebno zavedati, da je otrok, žrtev 
spolne zlorabe, tudi po rešitvi potreben psihološkega okrevanja in opore.  
                                               
13 Gillespie, A. (2010) Legal definitions of child pornography. Journal of Sexual Aggression 
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V sedmem poglavju je na kratko opisan empirični del, ki sem ga izvedla v obliki dveh 
intervjujev s strokovnjakoma, ki se ukvarjata s to problematiko. Njune odgovore sem uporabila 
pri obravnavi vseh štirih raziskovalnih vprašanj. V prilogi sta dokumentirana oba intervjuja. 
Na koncu lahko povzamem, da je problematika posnetkov spolnih zlorab otrok na spletu v 
določeni meri ušla izpod nadzora, predvsem po zaslugi hitrega razvoja IKT. Po drugi strani se 
sicer hitro krepi tudi boj proti storilcem. Pri tem je pomembno, da organi pregona razvijajo 
nove načine in tehnologije, ki bodo v koraku z razvojem najnovejših kriminalnih tehnik, ter 
vlagajo ves možen napor, da ta dejanja zaustavijo. Kot družba o problemu še vedno premalo 
vemo, zato bi bilo potrebno, da se javnost na ustrezne načine čim bolj opozarja na to 
problematiko.   
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Priloga A  Ekspertni intervju 1 
Kaj počne Spletno Oko? 
Glavno delo oziroma poslanstvo Spletnega Očesa je sprejemanje prijav posnetkov spolnih 
zlorab otrok in tudi sovražnega govora na internetu. Točno se nanaša na vsebine na internetu 
in potem, ko te prijave prejmemo, jih analiziramo, pregledamo, določamo domnevno kaznivost 
oziroma ali je prijava potencialno kazniva ali nekazniva. Če se nam zdi, da gre pri prijavi lahko 
za kaznivo dejanje, potem posredujemo naprej na policijo. To je naše prvo, glavno področje. 
Veliko delamo na osveščanju o teh tematikah, predvsem na izobraževanju strokovne javnosti. 
To je za nas kar pomembno, da vsake toliko organiziramo kakšno delavnico oziroma 
konferenco. Naša vsakoletna konferenca (E-zlorabe otrok op. avt.) je tudi vsako leto zelo 
odmevna. Vsake toliko izdamo tudi kakšen priročnik. V glavnem pa se osredotočamo na te dve 
temi, torej na sprejemanje prijav posnetkov spolnih zlorab otrok in sovražnega govora ter 
njihovo obravnavo.  
Na vaš prejšnji odgovor se tudi navezuje moje naslednje vprašanje, torej na kakšen način poleg 
prijav vi odkrivate te posnetke spolnih zlorab. Obravnavate samo primere, ko vam nekdo pošlje 
prijavo, katera bi lahko bila potencialno kaznivo dejanje ali imate zaposleno kakšno posebno 
ekipo, ki to preiskuje? 
Ekipa za posnetke spolnih zlorab otrok deluje že odkar Spletno Oko obstaja, tako da 
preiskujemo samo primere, ki so prijavljeni. Torej ne iščemo sami, ne iščemo vsebin proaktivno, 
ker nam tudi zakonodaja tega ne dovoljuje. Medtem ko v drugih državah nekatere prijavne 
točke delujejo na tak način. Tore, da same proaktivno iščejo te sporne vsebine.  
Kako sodelujete z organi pregona? Jim samo posredujete sporne vsebine ali na kakšen drugačen 
način še sodelujete v preiskavi? 
Naše sodelovanje, kar se prijav tiče poteka tako, da mi posredujemo sporno vsebino. Če gre za 
prijavo na slovenskem strežniku se posvetujemo, kakšni so nadaljnji koraki in v kakšnem 
časovnem razmaku bo to potekalo, torej si naredimo časovnico, do kdaj bomo to izvedli. Treba 
je poznati širšo sliko. Pri posnetkih, ki se nahajajo na slovenskih strežnikih, (tega je sicer v 
zadnjih letih zelo malo, vsaj kar se naše statistike tiče, verjetno ima policija drug podatek), se 
zavzemamo, da se ta vsebina čimprej umakne s spleta. Zato, ko mi to prijavo obravnavamo, 
pošljemo policiji prijavo. Ko jo oni prejmejo, se potem z njimi dogovorimo, kdo bo obvestil 
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internetnega ponudnika storitve, da bo to vsebino odstranil. V veliko primerih je to policija, ker 
oni že tako ali tako to preiskujejo in to naredijo tekom svojega dela. V nekaterih primerih pa 
tudi mi. Na ta način sodelujemo. Glede prijav, ki so na tujem strežniku in teh je večina, pa 
dejansko mi samo posredujemo prijavo. To je prvi del tega sodelovanja. Drugi del pa intenzivno 
sodelujemo pri pripravah vsebin, video izobraževanj, priročnikov. Posvet oblikujemo skupaj 
(E-zlorabe otrok op. avt.). To je drugi del sodelovanja. Eno je preiskovanje oziroma delovanje 
za obravnavo teh prijav, drugi pa je izobraževalni aspekt.  
Kakor ste omenili, ste rekli, da na slovenskih strežnikih ta trend upada, kako je pa to na tujih 
strežnikih. Ali se vsebine pojavljajo na temnem internetu? 
V primeru slovenskih strežnikov vsebin v zadnjih dveh letih ne beležimo. Je pa vedno več teh 
vsebin na temnem internetu. Nekako te vsebine prehajajo z navadnega interneta na temni 
internet.  
In kako bi vi rekli, da se je z razvojem IKT v tem času, odkar deluje Spletno Oko, ta zločin 
razvijal? Vemo, da je Darknet precej poznan, javnost trguje s kriptovalutami itd. Se je zločin 
razvijal v koraku z razvojem omenjenih tehnologij? 
Sami posnetki spolnih zlorab otrok so obstajali že prej, pred internetom. Ampak je bilo to v zelo 
omejenem dosegu, na zgoščenkah, tako da ni bilo takega razmaha. Z razvojem IKT pa se to vse 
bolj širi. Ko je bil še »navaden« internet, se je to širilo v neke točke, ki so bile že takrat zelo 
obsežne. Z Darknetom pa se to še potencira. Torej z vsako stopničko naprej, ki jo naredimo v 
razvoju IKT se mi zdi, da se to še bolj razvija. Predvsem se mi zdi, da tudi v smeri krutosti teh 
posnetkov. Se pravi, ne samo po številu, kar je sicer neizmerljivo, saj vemo samo to, da je teh 
posnetkov ogromno. Ampak tudi potem v starosti teh otrok. Opazi se ta trend, da so vedno 
mlajši otroci na teh posnetkih, da so ti posnetki, sploh na Darknetu zelo kruti. Torej po sami 
krutosti in po starosti se to vedno bolj nagiba k groznim primerom.  
Imate mogoče kakšne informacije kako se to izmenjuje? So posnetki največkrat plačljivi?  
Na Darknetu je za posnetke največkrat potrebno plačati v kriptovalutah. Na navadnem 
internetu so nekateri plačljivi, nekateri ne. Odvisno od tega, za kakšno vrsto »ponudbe« gre. 
Nekateri so tudi dostopni brez neke registracije ali plačila. Trend je različen. Da se lahko do 




Priloga B  Ekspertni intervju 2 
Ali menite, da organi pregona naredijo dovolj za ustavitev širjenja posnetkov spolnih zlorab 
otrok? Bi rekli, da so z razvojem IKT stvari ušle izpod nadzora? 
Organi pregona izvajajo številne aktivnosti za omejevanje posnetkov spolnih zlorab otrok na 
internetu in redno preiskujejo primere spolnega izkoriščanja otrok na internetu. Ob kazenskem 
pregonu je policija aktivna tudi na področju preventive. 
Zelo pomembne so aktivnosti v zvezi s prijavami posnetkov, ki jih Policija prejme prek naše 
prijavne točke, neposredno s strani slovenske javnosti ali iz tujine. Vsak prijavljen posnetek, 
fotografija, je potencialno prav tisti manjkajoči košček sestavljanke, ki policiji omogoča, da 
stopi v akcijo in ugotovi, kje se nahajata storilec oziroma žrtev zlorabe. Pri pridobivanju 
informacij se organi pregona pogosto poslužujejo inovativnih ukrepov. En tak je denimo 
Europolov »Ustavite zlorabo otrok – izsledite predmet«. 
Pri aktivnostih organi pregona seveda delujejo v okviru zakonskih, kadrovskih in drugih 
omejitev virov. Problematika spolnih zlorab otrok se je z razvojem interneta potencirala na 
načine, ki se jih družba še ne zaveda dovolj. Policist in visoki uradnik za zaščito otrok v 
Združenem Kraljestvu, Simon Bailey, je denimo že pred tremi leti (februarja 2017) povedal, da 
moramo poiskati alternativne rešitve zaporni kazni. Policistom namreč zmanjkuje kadra za 
spopadanje s številnimi potencialnimi storilci spolnih zlorab otrok. V državi je bilo takrat 
mesečno aretiranih približno 400 oseb, ki jih sumijo ogleda neprimernih fotografij. Po besedah 
Simona Baileya bi morali denimo pedofilom, ki ne predstavljajo fizične grožnje otrokom, 
predvsem omogočiti dostop do zaupnih telefonskih linij za pomoč. Te linije ponekod že 
obstajajo, denimo Stop It Now v Veliki Britaniji. So pa te linije del aktivnosti nevladnih in 
drugih institucij, ne organov pregona.  
Ne glede na to, ali lahko kot družba problem povsem zaustavimo, je vsekakor nujno, da v to 
področje še naprej vlagamo vse možne napore, in da v skladu z naraščanjem obsega 
problematike povečujemo sredstva za preiskovanje kaznivih dejanj in preventivo.  
S kakšnimi izzivi se soočate, ko se je večina vsebin prestavila na temni internet, in kaj vi vidite 
kot največji izziv pri odkrivanju posnetkov spolnih zlorab otrok? 
Kot prijavna točka pozornost posvečamo predvsem temu, da je javnost obveščena o naših 
aktivnostih in predvsem o možnosti, da v primeru, da naletijo na tovrstne posnetke, enostavno 
oddajo anonimno prijavo.  
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V širšem smislu odkrivanja in omejevanja posnetkov spolnih zlorab otrok pa Europol na svoji 
spletni strani identificira štiri ključne nevarnosti. Ena od štirih osrednjih nevarnosti je tudi 
Darknet. Kot je zapisano na povezavi, sta glavna izziva delovanja proti zlorabam Darkneta 
njegova visoka raven anonimnosti ter njegovo omogočanje intenzivnega povezovanja in 
medsebojnega informiranja med storilci zlorab.  
 
