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Tato diplomová práce se zabývá problematikou samoorganizujících se sítí typu 
Mesh. Je zde popsána problematika směrování a jednotlivých směrovacích protokolů, 
které se v těchto sítích používají. Práce se věnuje možnostem zajištění QoS v Mesh 
sítích. 
V první části práce je proveden teoretický rozbor Mesh sítě, směrování a 
směrovacích protokolů v těchto sítích. Tato část dále popisuje základní modely 
k zajištění kvality a služeb. Jedná se o služby Best offort, IntServ, DiffServ. 
V druhé části práce jsou popsána zařízení Trospos 5210 MetroMesh router od firmy 
Motorola Canopy, kterými je síť tvořena. Jsou zde popsány jejich vlastnosti a základní 
nastavení zařízení, aby tvořily Mesh síť.  
V další části práce je provedena praktická část zadání, sestavení a konfigurace Mesh 
sítě. Poté je popsána konfigurace sítě, která obsahuje dva body, které jsou v režimu 
brána (Gateway) a je porovnáno chování sítě v ustáleném stavu s chováním sítě při 
výpadku jedné z bran.  
Následně je popsána implementace QoS v síti podle prvků, které podporují dva typy 
zajištění QoS. Jedná se o typy rezervace šířky pásma a definované třídy provozu. 
V závěru práce je popsána metodika vlastního měrění parametrů QoS pro zvolené 
aplikace, vyhodnocení a porovnání výsledků měření pro oba typy zajištění kvality a 
služeb. 
 
Klíčová slova: mesh, síť, směrovač, směrování, QoS, brána, uzel 
 
Abstract 
This master thesis deals with self organized Mesh network. It describes routing and 
particular routing protocols, which are used in these networks. The thesis deals with 
Mesh network QoS assurance. 
Analysis and theoretical background of Mesh networks, routing and router protocols 
are included in the first chapter. Basic models of assuring Quality of Service are also 
described. Those are Best Effort, IntServ and DiffServ. 
Second chapter describes the devices used in the specific Mesh network topology - 
Trospos 5210 MetroMesh router produced by Motorola Canopy. Basic settings and 
properties required to establish a Mesh network are described. 
  
Next part of the thesis is the design implementation, which involves creation and 
configuration of the Mesh Network. Network configuration consisting of two Gateway 
points and afterwards behaviors of the network in a steady state versus one gate failure 
are compared. 
Furthermore, implementation of QoS according to components that support two 
types of QoS assurance regarding type of bandwidth reservation and defined traffic 
classes. 
In conclusion, the thesis describes measurement methods of QoS parameters for 
chosen applications, evaluation and comparison of measurement results for both types 
of Quality of Service assurance. 
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1. Úvod 
Samoorganizující se sítě typu Mesh jsou již mnoho let v zahraničí samozřejmostí. 
V Evropě se tato technologie začala používat nedávno. Počátky Mesh se objevily 
v osmdesátých letech pro vojenské účely. Spojení tanků s velitelstvím umožňuje jeden 
tank, který přenáší signál a data mezi ostatními tanky a mohl být kdykoliv nahrazen 
tankem jiným.  
 
Síť typu Mesh je samoorganizující se síť, která je aplikací peer-to-peer (P2P) sítě a 
to v bezdrátových sítích WLAN (Wirelles Local Area Network). V této síti jsou si 
všechna zařízení rovna (proto se jedná o P2P). Všechna Mesh zařízení dokážou 
poskytnout stejnou sadu služeb, využívají volnou (smyčkovou) topologii. To znamená, 
že tato síť není tvořena přístupovými body (AP) ani klienty, jak je tomu u klasických 
Wi-Fi.  
 
Mesh jsou založeny na směřování provozu mezi rovnocennými adaptéry podle 
potřeby (ad hoc peer to peer routing). 
 
2. Sítě typu Mesh 
 
2.1. Definice Mesh 
K tomu, abychom porozuměli sítím typu Mesh, nejdříve potřebujeme pochopit, co 
znamená “mesh typologie”. Jestliže máme n uzlů v síti, kde pojem uzel znamená 
komunikační zařízení, které umí přenášet data z jednoho ze svých rozhraní (interface) do 
dalšího, potom  ta schopnost, že každý uzel komunikuje s každým druhým uzlem v síti, 
představuje síťovou topologii typu Mesh (Mesh network topology). Strukturu „Mesh 
sítě“ si můžeme představit zjednodušeným počtem uzlů v síti z hodnoty n, do snadno 
představitelných čísel jako jsou 3, 4 nebo 5. [1] 
 
2.2. Co je Mesh síť 
Pojem Mesh je možné si přestavit v českém ekvivalentu jako oko sítě, pletivo, 
smyčku a další. 
 
V těchto sítích si jsou všechny komunikující stanice rovny a mohou mezi sebou 
komunikovat bez pomoci řídícího prvku. V každé takové síti musí být alespoň jeden 
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přístupový bod AP (Access Point), který je připojen do páteřní sítě Internet. Ostatní AP 
komunikují pouze bezdrátově a to jak směrem do páteře, tak i s klientskými zařízeními. 
Jedná se o tzv. úplný Mesh (Obr. 1). 
 
 
Obr. 1: Topologie Mesh – úplný Mesh 
 
Vypuštěním některých spojů mezi libovolnými uzly bez pevně dané struktury se 
bude jednat o topologii označovanou jako částečný mesh (Obr. 2). 
 
 
Obr. 2: Topologie Mesh – částečný Mesh 
 
 Jestliže dojde k poruše nebo výpadku některého z AP, nedojde tak k výpadku celé 
sítě. Zbylé AP mohou komunikovat mezi sebou přímo nebo skrz jeden nebo více 
mezilehlých uzlů (Obr. 3). 
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 Síť typu Mesh má v sobě zaimplementovány algoritmy pro automatické vyvažování 
zatížení při provozu a změny v topologií při výpadku v síti, nebo dojde-li k 
nedostupnosti některé ze stanic. Ekonomické náklady výstavby celé sítě jsou nižší, 
oproti sítím s přístupovými body a k nim připojeným uživatelům. Takováto síť dokáže 




Obr. 3: Výpadek, porucha AP 
2.3. Výhody a nevýhody použití topologie Mesh 
Hlavním přínosem použití topologie Mesh je nadbytečnost spojení, která v tomto 
případě vychází přímo z podstaty topologie. Tato nadbytečnost je dána pouze hustotou 
uzlů sítě. Topologie mesh neomezuje ve struktuře sítě, a proto zjednodušuje automatické 
sestavování spojení a zotavování sítě při poruše. Spojení mezi dvěma body v topologii 
úplný Mesh lze sestavit vždy, když jsou tyto body schopny komunikace. U topologie 
částečný Mesh je lze sestavit téměř vždy. 
 
U ostatních topologií, jako je například kruhová topologie, k sestavení spojení 
nedojde. Alternativní cesty, které existují mezi jednotlivými uzly, umožňují rovnoměrné 
rozdělení zátěže předávaných dat mezi jednotlivé uzly. Tato vlastnost je označována 
jako rozložení zátěže (traffic balancing). Pro bezdrátovou komunikaci je navíc 
významné, že uzly mohou komunikovat se svými sousedními uzly přímo, tedy na kratší 
vzdálenosti. 
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Velkou nevýhodou ve spolehlivých sítích Mesh je náročné směrování. Velmi 
obtížné je dynamické vyhledávání cest, udržování směrovacích tabulek, zajištění 
odolnosti proti směrovacím smyčkám. Další nevýhody, které přináší tato topologie, 
souvisejí s velkým množstvím spojení. Jsou to např. velké nároky na paměť zařízení. Je 
v ní nutné uložit rozsáhlé směrovací tabulky. Zvýšenou spotřebu, možnost interference a 
kolísající propustnost.[2] 
 
2.4. Standard 802.11 
Tento standard obsahuje sadu IEEE (Institute of Electrical and Electronics 
Engineers) norem, které určují přenosové metody v bezdrátových sítích. Dnes jsou 
běžně používány verze 802.11a/b/g, které poskytují Wi-Fi připojení v domácnostech, 
kancelářích a obchodních zařízeních. 
 
Standard 802.11b podporuje přenosovou rychlost 11 Mbit/s v přenosovém pásmu 
2,4 GHz. Standard 802.11g rozšiřuje standard 802.11b. Je zpětně kompatibilní, vysílá ve 
stejném frekvenčním pásmu 2.4 GHz, ale maximální rychlost je 54 Mbit/s. Používá 
modulaci OFDM (Orthogonal Frequency Division Multiplexing) pro rychlosti 6, 9, 12, 
18, 24, 36, 48 a 54 Mbit/s. Vysílací výkon je snížen oproti IEEE 802.11b z 200 mW na 
65 mW. Standard 802.11a využívá Wi-Fi v pásmu 5GHz. Používá modulaci OFDM. 
Oproti standardům 802.11b/g je stabilnější a vyspělejší. Má větší povolený vyzařovací 
výkon, tím ho lze používat na delší vzdálenosti, ale nesmí mu bránit žádné překážky 
(např. stromy). 
 
IEEE 802.11s je Mesh standard pro samoorganizující se Wi-Fi sítě. Zařízení jsou 
standardem 802.11s označována jako MP (Mesh Point). Dále standard definuje jak mezi 
sebou propojit MP, aby vznikla ad-hoc síť. Určuje výchozí povinné směrovací protokoly 
a obsahuje mechanismy, které poskytují deterministický přístup k síti, kontrolu zatížení 
sítě a další. Standard značně usnadňuje uživatelům sestavování bezdrátových sítí bez 
pevných propojení. Například je-li třeba rozšířit oblast pokrytí nebo pojistit určitou část 
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3. Směrování, Směrovací protokoly 
 
3.1. Směrování 
Směrování je proces výběru cest v počítačových sítích. Hlavním úkolem 
směrování je dopravit datový paket od odesílatele k příjemci a to nejúčinnější cestou. 
 
Infrastruktura sítě mezi odesílatelem a příjemcem paketu může být někdy velmi 
složitá. Směrování se proto nezabývá celou cestou paketu, ale řeší vždy pouze jen 
jeden krok a to komu data předat jako dalšímu. Ten pak rozhoduje, co s paketem 
udělat dál. To znamená, že pokud paket dorazí ke konkrétnímu uzlu ležícímu v trase 
směrem k příjemci datového paketu, tak pomocí směrování dojde k rozhodnutí, ke 
kterému dalšímu uzlu bude paket vyslán. Takto se rozhodování opakuje při příchodu 
paketu k dalšímu uzlu až do doby, kdy je paket doručen příjemci. Směrování je 
základním úkolem síťové vrstvy referenčního modelu ISO/OSI, na kterém je používán 
protokol IP.[5] 
 
3.1.1. Směrovací tabulka 
Každé zařízení připojené do sítě IP provádí směrování. Koncová zařízení (např. 
počítače) jsou do této sítě také připojena, ale u nich se jedná o tzv. triviální směrování. 
 
Základem směrování je směrovací tabulka (routing table). Tato tabulka zobrazuje 
sadu ukazatelů, podle kterých je rozhodnuto, jak bude zacházeno s paketem.[5] 
 
Směrovací tabulka obsahuje:[3] 
 Cíl v síti – cíl spolu se síťovou maskou se používá k porovnávání s cílovou 
adresou IP. 
 Síťová maska – maska sítě je maska podsítě, která se používá pro cílovou 
adresu IP při jejím porovnání s hodnotou cíle v síti. 
 Brána – adresa brány je adresa IP, na kterou místní hostitel předává 
datagramy IP určené pro jiné sítě IP. Jedná se buď o adresu IP místního 
síťového adaptéru, nebo o adresu IP směrovače IP (například směrovače 
výchozí brány) v segmentu místní sítě. 
 Rozhraní – adresa rozhraní je IP adresa konfigurovaná v místním počítači 
pro místní síťový adaptér, který se používá k předávání datagramu IP v síti. 
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 Metrika – udává počet směrování na cestě k cíli. Každé zařízení v místní 
podsíti, kterým paket projde, a každý další směrovač představuje jedno 
směrování. Pokud je pro daný cíl k dispozici více tras s různými hodnotami 
metriky, bude použita trasa s nejnižší hodnotou metriky. 
 
Vznik směrovací tabulky a její udržování mají na starosti směrovací algoritmy. 
Existují dvě základní skupiny těchto algoritmů – statické a dynamické. 
  
3.1.2. Statické (neadaptivní) směrování  
U tohoto typu směrování zůstává směrovací tabulka stále stejná.  Konfigurace je 
dána manuálně a všechny změny, ke kterým dojde, musí být změněny manuálně.  Toto 
může být velmi náročné. 
 
Statické směrování se používá v jednoduchých sítích. Například v koncové podsíti, 
ze které vede pouze jedna jediná cesta ven pomocí odchozího směrovače. V tomto 
případě směrovací tabulka obsahuje dvě položky:  
1) adresy ze stejné podsítě doručovat přímo, 
                 2) ostatní adresy posílat na odchozí směrovač. 
 
3.1.3. Dynamické (adaptivní) směrování 
Reakce tohoto typu směrování na změny v síti je průběžná a přizpůsobuje 
směrovací tabulky v závislosti na těchto změnách. 
 
3.2. Směrovací protokoly 
Směrovací protokol (routing protocol) vzniká tak, že pro určitý směrovací 
algoritmus jsou určena velmi přesná pravidla komunikace a formáty zpráv nesoucí 
směrovací informace.[4] Hlavním úkolem těchto protokolů je výběr cesty mezi 
zdrojovým a cílovým uzlem. To musí být zajištěno spolehlivě, rychle a s minimálními 
náklady. Zvláště zde musí být vypočtena cesta, pokud nějaká existuje. [1] 
 
3.2.1. Klasifikace směrujících protokolů  
V zásadě směrovací protokoly mohou být členěny na protokoly založené na 
topologii a na protokoly založené na pozici (Obr. 4.). Protokoly založené na topologii 
vybírají cesty založené na topologických informacích, jako jsou vedení mezi uzly. 
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Protokoly založené na pozici vybírají cesty pomoci geografických informací s 
geometrickým algoritmem. Existují směrovací protokoly, které tyto dva koncepty 
kombinují. Topologicky založené protokoly se dále dělí na reaktivní, proaktivní a 
hybridní směrovací protokoly. 
 
Reaktivní protokoly počítají trasu jen když je to nutné.  To snižuje režii (overhead), 
ale zavádí zpoždění pro první paket, který má být odeslán kvůli času potřebnému pro 
nastavení trasy. Tento paket je poslán na vyžádání. 
 
V proaktivních směrovacích protokolech každý uzel zná trasu ke každému dalšímu 
uzlu po celou dobu. Nedochází zde ke zpoždění při přenosu prvního paketu, ale stálá 
údržba nepoužívaných tras zvyšuje režii.  
 
Hybridní směrovací protokoly se snaží kombinovat výhody obou protokolů: 
proaktivní je užíván pro vetší vzdálenosti mezi uzly nebo pro méně využívané trasy. 
Další možnost dělení směrovacích protokolů je na hierarchické a nehierarchické. 
 
V principu Mesh sítě mohou použít jakýkoli směrovací protokol z jakékoli výše 
uvedené třídy. Ne každý protokol bude pracovat správně. Výběr vhodného směrovacího 
protokolu záleží na předpokládané aplikaci a na požadovaném výkonu sítě. 
 




Obr. 4: Rozdělení směrovacích protokolů 
 
3.2.2. Požadavky na směrování ve Wireless Mesh Network  (WMNs) 
Požadavky na směrování jsou založeny na výkonu existujících směrovacích 
protokolů pro ad hoc (síť sestavovaná podle potřeby) sítě a pro specifické požadavky 
WMNs. Optimální směrovací protokol pro WMNs musí obsahovat následující 
položky:[1] 
 Odolnost: jedním z důležitých problémů sítě je funkční schopnost. Funkční 
schopnost je způsobilost sítě fungovat v případě selhání uzlu nebo linkového 
selhání. WMNs mohou přirozeně zabezpečit odolnost proti linkovému 
selhání. Směrovací protokoly by měly podporovat opětovný výběr cesty při 
selhání spojení. 
 Rozdělení výkonu: Mesh dovoluje bezdrátovým směrovačům vybrat si 
nejefektivnější cestu pro přenos dat, protože tyto směrovače jsou velmi 
dobré v rozdělení výkonu. 
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 Redukování zátěže směrování: úspora šířky pásma je pro úspěch 
bezdrátových sítí nevyhnutelná. Je důležité redukovat zátěž směrování, 
zvláště tu, vzniklou duplicitním přenosem. 
 Rozšiřitelnost: Mesh je rozšiřitelná a může ovládat tisíce uzlů. Protože 
funkce sítě nezávisí na centrálním řídícím bodu, je vhodné zařadit více bodů 
pro sběr dat nebo výchozích bran. Pokud máme tisíce uzlů ve WMNs, je 
podpora rozšiřitelnosti ve směrovacích protokolech důležitá. 
 Podpora QoS: z důvodu limitované kapacity kanálu, vliv interference, 
velkého počtu uživatelů a vývoji real-time aplikací se stala podpora kvality 
služeb (QoS) kritickým požadavkem na tento typ sítí. 
 
3.2.3. Směrovací protokoly využívané v Mesh sítích 
 
a) Ad hoc On-demand Distance Vector Routing Protocol (AODV) 
AODV (Ad hoc On-demand Distance Vector Routing Protocol) je velice populární 
směrovací protokol pro sítě MANET (Mobile Ad-Hoc Network). Jedná se o reaktivní 
směrovací protokol. Trasy jsou nastaveny podle volby a jen aktivní trasy jsou 
udržovány. To zmenšuje směrovací režii, ale zavádí zpoždění kvůli požadovanému 
nastavení trasy. Nedávno byla navržena adaptace AODV WMNs. [1] 
 
Tento protokol používá pro nalezení cest jednoduchého mechanismu požadavek-
odpověď (request-reply). Může použít hello zprávu pro informace o připojení a signály 
pro chybnou linku na aktivních trasách s chybnými zprávami.  
Každé směrování informace má přiřazený timeout a sekvenční číslo. Použití 
sekvenčních čísel umožňuje detekovat konec platnosti dat, takže jsou použity jen 
nejaktuálnější dostupné směrovací informace. To zajišťuje svobodu směrovacích 
smyček a vyhýbá se problémům známým z klasických protokolů, jako „počítání do 
nekonečna“.  
Když chce uzel S poslat pakety do uzlu D, ale nemá trasu do uzlu D ve své (S) 
směrovací tabulce, potom zjištění trasy musí zajistit uzel S. Datové pakety jsou 
ukládány do vyrovnávací paměti během procesu zjišťování trasy.  
 
Zdrojový uzel S vysílá směrovací požadavek RREQ (Route Request) do sítě. Jako 
přídavek k různým příznakům. RREQ paket obsahuje tzv. počítání přeskoků (hopcount). 
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RREQ identifikátor obsahuje cílovou adresu a cílové sekvenční číslo. Pole pro přeskoky 
obsahuje vzdálenost k odesílateli RREQ, k zdrojovému uzlu S. Je to počet přeskoků, 
kterými RREQ prošel. RREQ ID zkombinované s adresou odesílatele unikátně 
identifikuje směrovací požadavek. Je to použito z důvodu ujištění se, že uzel přeposlal 
směrovací požadavek jen jednou, aby se vyhnulo přenosovému zahlcení, když uzel 
přijme RREQ několikrát od svých sousedů. 
 
Když uzel přijme RREQ paket, stane se toto:  
 Trasa k předešlému přeskoku, z kterého byl RREQ paket přijat je vytvořena 
nebo aktualizována. 
 RREQ ID a adresa odesílatele je zkontrolována aby se zjistilo, jestli tento RREQ 
už nebyl přijat. Jestli ano, paket se zahodí. 
 Počet přeskoků se zvyšuje o 1.  
 Jestli je uzel požadovaným cílem, generuje směrovací odpověď (RREP) a posílá 
RREP (Route Reply) paket zpět odesílateli po vytvořené zpětné cestě 
k zdrojovému uzlu S. 
 Jestliže uzel není cílem, ale je správnou cestou k D, pošle RREP zdroji 
v závislosti na cílovém příznaku. Pokud prostřední uzel odpoví RREQ, může to 
být z toho důvodu, že cíl nepřijme žádný RREQ, takže nemá žádnou zpáteční 
trasu ke zdroji. To nastaví cestu k odesílateli RREQ v cíli. 
 Jestliže uzel nevygeneruje RREP, potom je RREQ aktualizován a přeposlán 
pokud je TTL ≥ 1.  
 
Na potvrzení RREP zprávy uzel vytvoří nebo aktualizuje trasu k cíli D. Počet 
přeskoků se zvyšuje o jedna a aktualizovaný RREP bude přesměrován k odesílateli 
s odpovídajícím RREQ. Popřípadě zdrojový uzel S obdrží RREP, pokud zde existuje 
cesta k cílovému D na nově objevené trase.  
 
Informace o spojení jsou zajišťovány a udržovány periodickým vysíláním zpráv 
směrovacích protokolů. Jestliže uzel neposlal vysílací zprávu, např. RREQ zprávu 
během posledního hello intervalu, může uzel vysílat hello zprávu. Hello je vlastně 
RREP s TTLL = 1 a uzel jako takový cíl. Když uzel nepřijme žádné pakety ze 
sousedních uzlů za daný čas, pak uzel považuje linku k sousednímu uzlu za nefunkční.  
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Pokud dojde k selhání linky, uzel nejprve zjistí, zda nějaká aktivní trasa tuto linku 
použila. Pokud ne, nemusí se nic dělat. Na druhou stranu, jestli jsou zde aktivní cesty, 
uzel se může pokusit o lokální opravu. Vyšle RREQ k vybudování nové druhé poloviny 
cesty k cíly. Uzel vykonávající lokální opravu, vyrovnává datové pakety během toho, co 
čeká na odpověď od nějaké trasy.  
 
Při selhání lokální opravy, nebo pokud se uzel o opravu nepokusí, generuje zprávu o 
chybné trase RERR (Route Error). Obsahuje adresu a odpovídající cílová sekvenční 
čísla všech aktivních cílů, které se staly nedosažitelnými kvůli selhání linky. RERR 
zpráva je poslána všem sousedním uzlům, které jsou předchůdci nedostupných cílů na 
tomto uzlu. Uzel, který přijme RERR, zruší odpovídající informace v jeho trasovací 
tabulce.  
 
b) Dynamic Source Routing Protocol (DSR) 
DSR (Dynamic Source Routing Protocol) je jedním z průkopnických směrujících 
protokolů pro MANET.[1] Jedná se o reaktivní směrovací protokol, což znamená, že 
počítá trasu pouze pokud je potřeba. Zjištění trasy probíhá pomocí směrovacího 
požadavku a směrovací odpovědi. Směrovací požadavek je vysílán do bezdrátové Mesh 
sítě. Namísto nastavení zpětných cest do směrovacích tabulek uzlů, směrovací 
požadavek sbírá adresy uzlů, kterými prošel směrem k cíli. Směrovací odpověď pošle 
tuto cestu zpátky ke zdroji, kde všechny cesty jsou uloženy ve směrovací vyrovnávací 
paměti. Cesta, tj. seznam adres od zdroje k cíli. Je obsažena v hlavičce každého paketu 
zdrojového uzlu. Každý uzel přepošle přijatý paket do dalšího uzlu podle seznamu adres 
v hlavičce. DSR používá RERR zprávy pro oznámení chybové trasy. 
 
c) Optimized Link State Routing Protocol (OLSR) 
OLSR (Optimized Link State Routing Protocol) je proaktivní směrovací protokol 
pro bezdrátové ad hoc sítě.[1]  
 
OLSR používá klasický algoritmus nejkratší cesty, založený na počítání přeskoků 
pro výpočet tras v síti. Smysl OSLR jako optimalizovaného mechanismu pro vysílání je 
distribuce nezbytné informace o stavu linky. Každý uzel si vybírá tzv. vícebodové 
přenosy MPR (Multipoint Relays) mezi svými sousedy takovým způsobem, že všichni 
sousedi se dvěma přeskoky přijmou vysílací zprávu, i když MPR jen zprávy přepošlou. 
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Přeposílaní vysílací zprávy pomocí MPR může jen podstatně zredukovat počet 
vysílacích zpráv. Obr. 5. ukazuje příklad, kde počet vysílacích zpráv je zmenšen na 
polovinu. Tento optimalizovaný přeposílací mechanismus se používá pro všechna 
vysílání v sítích OLSR. Navíc počet informací o stavu linky distribuovaných v rámci 
sítě, lze snížit pomoci OLSR, protože pro výpočet nejkratší cesty je důležitá jen 
informace o stavu linky ke všem MPR selektorům.  
 
 
Obr. 5: Počet vysílacích zpráv zmenšen na polovinu 
 
Každý uzel periodicky vysílá hello zprávu pro zjištění místní topologie. Hello 
zprávy nejsou přeposílány (TTL = 1) a obsahují seznam sousedů vysílajícího uzlu.  
 
Pomocí tohoto hello mechanismu každý uzel v bezdrátové Mesh síti bude znát jeho 
okolí o dvou přeskocích. Je také možné ověřit obousměrnost spojení. OLSR připojuje 
status asymetrický, symetrický (asymetric, symmetric) ke každému spojení. Každý uzel 
oznamuje jeho ochotu přeposlat pakety v hello zprávách. Informace o hello zprávách je 
uložena v různých informačních schránkách: sada spojení (link set), sada sousedů 
(neighbor set) a dvou přeskokových sousedů (2hop neighbor set). 
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S touto schopností umí každý uzel vypočítat jeho nastavení z vícebodového přenosu. 
Každý uzel provádí výpočet jeho MPR nastavení výhradně založeném na přijaté lokální 
topologii a nezávisle na všech dalších uzlech. Jedinou podmínkou je, že celé dvou 
přeskokové okolí obdrží přenosové zprávy jen tehdy, když MPR je přepošlou a to jen 
u symetrického přenosu. Není důležité minimální nastavení MPR, ale menší nastavení 
MPR znamená menší režii.  
 
Vybrané vícebodové přenosové uzly jsou uchovány v MPR sadě. Sousední uzly, 
které byly vybrány jako MPR, mají status spojení indikující MPR výběr v hello 
zprávách. Uzel, který přijme hello zprávu může odvodit z této informace ty uzly, které 
to vybrali jako MPR (které tento výběr učinili). Tyto MPR selektory jsou uloženy 
v MPR selektor/výběrové sadě. 
 
Každý uzel periodicky vysílá informaci o jeho stavu spojení skrze celou OLSR síť 
pomocí topologických kontrolních zpráv TC (Topology Control). TC zpráva obsahuje 
seznam sousedů výchozího uzlu. Tento seznam sousedů musí alespoň obsahovat 
všechny MPR selektory tohoto uzlu, aby zajistil nejkratší cesty s ohledem na počet 
přeskoků. Každá TC zpráva má inzerované sousední sekvenční číslo asociované se 
seznamem sousedů, které umožňuje vyřadit prošlé informace o topologii. Tato 
informace o TC zprávách je uložena v topologické sadě. OLSR směrovací tabulka, která 
obsahuje položky pro všechny dosažitelné cíle v Mesh síti (proaktivní směrovací 
protokol) je počítána ze sady spojení, sady sousedů, dvou přeskokových sousedů a 
topologické sady s klasickým algoritmem nejkratší trasy (tj. Dijkstra algoritmus [1]). 
Pokud se změní některá z výše uvedených sad, trasovací tabulka musí být přepočítána. 
Kromě toho by mohlo být užitečné poslat hello nebo TC zprávu pro okamžité rozšíření 
změny topologie.  
 
Všechny položky schránky pro informace, tj. sada sousedů mají určitou dobu 
trvanlivosti. Tento měkký stavový mechanismus umožňuje určitou odolnosti vůči ztrátě 
OLSR kontrolních paketů. 
 
OLSR si může také poradit s vícenásobným (OLSR) rozhraním v uzlu. Uzel si 
vybere jakoukoliv adresu z jeho rozhraní jako hlavní adresu a periodicky vysílá MID 
(Multiple Interface Declaration) zprávy. MID zprávy šíří vztah mezi hlavní adresou a 
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adresami jiných rozhraní. Samozřejmě uzel s pouze jedním OLSR rozhraním nemusí 
posílat MID zprávy. 
 
d) Cross-Layer Routing Approach 
Interference v bezdrátových sítích dramaticky znehodnocuje výkon sítě. Interference 
přímo souvisí s přenosovým výkonem. Větší přenosový výkon znamená více 
spolehlivých spojení s vyšší kapacitou. Na druhou stranu větší přenosový výkon také 
znamená více interferencí a tak méně síťové propustnosti. Proto poskytnutí směrovací 
vrstvy s informací o nižších vrstvách může pomoci k nalezení více spolehlivých cest 
s vyšší kapacitou.  
 
Cross-Layer směrovací algoritmus, nazývaný MRS (Mesh Routing Strategy) slouží 
pro nalezení vysoko výkonnostních cest s omezenou interferencí a se zvýšenou 
spolehlivostí pomocí optimální kontroly síly přenosu. Čím větší (menší) je výkon, tím 
menší (větší) je paketová chybovost PER (Packet Error Rate), ale vyšší (nižší) 
interference. MRS hledá optimální řešení pomocí nastavení optimální úrovně 
přenosového výkonu, který minimalizuje odstup od ideálního optima. MRS zpracovává 
lokální výkonnostní optimalizaci a zjištění tras odděleně. Tato dvou kroková strategie 
pracuje takto:[1] 
 nejprve pomocí protokolu pro zjištění souseda, každý uzel prozkoumává své 
okolí, počítá metriku jako je přenosová rychlost, interferenci, PER a určuje 
lokální přenos. Po tomto jsou lokální spojení inzerované.  
 Kdykoliv událost spustí změnu ve směrovací metrice jednoho nebo více spojení, 
dojde k optimalizaci výkonu daného spojení a je odstartován proces pro 
aktualizaci trasy.  
 Spojení je inzerováno, jakmile je určena nejlepší metrika. MRS směrovací 
protokol vybírá optimální cesty k dosažení další bezdrátové Mesh trasy sítě 
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e) Multi-Radio Link-Quality Source Routing (MR-LQSR) Protocol 
V bezdrátové Mesh síti lze očekávat výkonnostní pokles po pěti či šesti přeskocích. 
Kanálová interference může způsobit nižší výkon, pokud jsou uzly příliš blízko u sebe, 
nebo když jsou pro dané okolí moc výkonné. WMN směrovací protokoly by měly výběr 
cest zakládat na pozorování zpoždění a bezdrátových zařízeních, stejně tak jako na 
dalších výkonnostních faktorech, způsobujících nejlepší výkon sítě.  
 
Pro zvýšení kapacity bezdrátových Mesh sítí mohou mít uzly více rádií, pokud 
možno pracujících na různých kanálech nebo na různé šířce pásma. Kromě toho jsou zde 
problémy s kanálovou odlišností přes více rádií, které směrovací protokoly musí vzít 
v úvahu. Různé přenosové rychlosti a šířky pásma mají různé přenosové rozsahy. 
Směrovací protokoly s nejkratší cestou (Shortest path) směrovací protokoly preferují 
spojení s větším přenosovým rozsahem, jsou to většinou spojení s nižší přenosovou 
rychlostí. Dále zde nedojde k navýšení kapacity kvůli interferenci, pokud více radií 
z Mesh uzlu používá stejný kanál. Proto musí být preferovány cesty s kanálovou 
(radiovou) odlišností. WCETT (Weighted Cumulative Expected Transmission Time) 
metrika bere v úvahu kvalitu spojení, kanálovou odlišnost a minimální počet přeskoků. 
Může dosáhnout dobrého kompromisu mezi zpožděním a výkonem, protože bere 
v úvahu zároveň kanály s dobrou kvalitou a kanálovou odlišnost. MR-LQSR byl vyvinut 
pro více radiový vícenásobný přeskok (multihop) WMN založený na metrice WCETT. 
 
MR-LQSR přiřazuje váhu ke každému spojení, což je očekávané množství času, 
které by zabralo úspěšný přenos paketu nějaké pevné velikosti S na daném spojení. 
Tento čas závisí na přenosové rychlosti spojení a na množství ztrát. Při spojení i z uzlu 
X do uzlu Y je měřen očekávaný časový přenos paketu ETT (Expected Transmission 
Time) na této lince. Tuto hodnotu značíme ETTi. Metrika pro výpočet cesty se snaží o 
kompromis mezi výkonem a zpožděním. Ačkoli suma ETT všech spojení cest se odráží 
je na end-to-end zpoždění. Dopad na kanálovou odlišnost není brán v úvahu, a proto 
musí být rozšířena.  
 
Přenosový čas na lince je určen pomocí dostupné šířky pásma, která je dále určena 
interferencí kanálu. Výslovně doba přenosu je nepřímo úměrná k dostupné šířce pásma 
spojení. V případě n-přeskokové cesty se předpokládá, že jakékoli dva přeskoky mezi 
těmi n přeskoky interferuje s každým dalším, pokud sdílí jeden kanál. Definuje Xj jako: 
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Xj = ∑ ETTi, 1≤ j ≤ k  (1) 
Proto Xj je suma dob přenosů přeskoků na kanálu j. Vyšší Xi označuje nižší 
dostupnou šířku pásma v každém spojení užívající kanál j. Celkový výkon cesty bude 
ovládaný úzko-průchodným kanálem, který má větší Xi. 
f) Hybridní bezdrátový Mesh protokol 
HWMP  (Hybrid Wireless Mesh protocol) je výchozí směrovací protokol pro Mesh 
síťování WLAN. Každé zařízení odpovídající normě IEEE 802.11s bude schopné použít 
tento směrovací protokol. Hybridní povaha a nastavitelnost HWMP poskytuje dobrou 
výkonnost ve všech předpokládaných scénářích použití.[1] 
 
Základem HWMP je adaptace reaktivního protokolu AODV na spojovou vrstvu a na 
metriku zvanou rádio metrická AODV (RM-AODV). Mesh uzel, obvykle Mesh portál 
(Mesh portál poskytuje spojení s vnější sítí nebo další sítí),  může být nastaven k 
periodickému všesměrovému vysílání oznámení, která nastavují stromová proaktivní 
směrování směrem k Mesh portálu.  
 
Reaktivní část HWMP sleduje obecné koncepty AODV. Využívá se zde metody 
vektoru vzdálenosti (distance vector) a dobře známého procesu zjišťování cesty pomocí 
směrovacích požadavků (route request) a směrovacích odpovědí (route reply). Cílová 
čísla sekvencí se využívají k rozpoznání starých směrovacích informací. Nicméně jsou 
zde jisté odlišnosti v některých detailech.  
HWMP využívá MAC (Media Access Control) adresy ke směrování na spojové 
vrstvě místo IP (Internet Protocol) adres. Dále HWMP může využít sofistikovanějších 
směrovacích metrik než počítání přeskoků, jako například radio-aware metriky. Pole 
metriky nové cesty je zahrnuto v RREQ/RREP zprávách, které obsahují kumulativní 
hodnotu dosud známé metriky linky. Výchozí směrovací metrika HWMP je airtime 
(doba vysílání) metrika, kde je metrika cesty součtem metriky linek.  
 
Protože radio-aware metrika se mění častěji než metrika při počítání přeskoků, je 
upřednostňována odpověď na RREQ, takže je metrika cesty aktuální. Z tohoto důvodu, 
je ve výchozím stavu HWMP nastaven pouze cíl jako příznak (DO = 1). 
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Explicitním nastavením příznaku (DO = 0) cíle, umožníme mezilehlým uzlům 
odpovídat. Tím dostaneme menší zpoždění při zjišťování směrovací cesty, ale metrika 
cesty nebude aktuální. Proto mezilehlé uzly přepošlou RREQ k cíli. Toto je 
kontrolováno příznaky odpověď (reply) a přeposlat (forward). Výchozím nastavením je 
(RF = 1), ale ten může být přednastaven, což vede k dosažení tradičního chování 
AODV. Cíl jako příznak v přeposlaném RREQ musí byt nastaven na (DO = 1). Toto 
zabrání dalším mezilehlým uzlům v generování odpovědi cesty (route reply), kterých by 
mohlo být mnoho.  
 
U každé doručené směrovací informace (RREQ/RREP) je ověřována platnost 
porovnáním čísla sekvence. Směrovací informace je platná, pokud číslo sekvence není 
menší než číslo sekvence předchozí informace. Pokud jsou čísla sekvence stejná a 
směrovací informace lepší, bude použita nová informace a nová zpráva bude 
zpracována.  
 
HWMP může používat periodickou údržbu pomocí RREQ, aby zjistila nejlepší 
metriku aktivních cest mezi zdrojem a cílem. Toto je volitelná vlastnost.  
HWMP umožňuje více cílů v RREQ zprávách, což snižuje režii směrování, když 
uzel musí vyhledat cesty k několika uzlům najednou. Toto je případ opravovaní vadných 
linek a udržování RREQ.  
 
Některé příznaky mohou mít jiné hodnoty pro každý cíl. Proto jsou cílové příznaky 
spojeny s každou jednou destinací a jejím sekvenčním číslem. Tyto příznaky jsou 
speciálně spojena s generací zpráv směrovacích odpovědí. 
 
Aby bylo možné využít proaktivní nástavby, musí být alespoň jeden Mesh portál 
nakonfigurován pro pravidelné všesměrové vysílání jeho oznámení. To spustí proces 
výběru kořenu, jehož výsledkem je jediný kořen. Kořenový portál provede nastavení 
příznaku oznámení v jeho pravidelných oznámeních tohoto Mesh portálu na 1 (kořen). 
Po přijetí takového oznámení z kořenového portálu provede uzel sítě Mesh nastavení 
cesty do kořenového portálu přes uzel Mesh sítě, skrz který dorazilo oznámení 
kořenového portálu. Cesta je vybrána na základě metriky pro výběr nejlepší cesty. Cesta 
k oznamujícímu Mesh portálu může být také nastavena při přijetí oznámení portálu, kde 
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je příznak oznámení nastaven na 0 (portál). Zřízení cesty povede ke stromu, který končí 
(je zakořeněn) v kořenovém (Mesh) portálu. 
 
Pokud v oznamovací zprávě není nastaven příznak registrace (registration flag), 
potom se zde zpracování kořenových oznámení zastaví. Když chce Mesh uzel odesílat 
datové rámce ke kořenovému portálu, může posílat dobrovolný RREP kořenovému 
portálu těsně před prvním paketem. Toto nastaví zpětnou cestu od kořenového portálu 
ke zdrojovému uzlu. 
 
Pokud je příznak registrace nastaven v oznamovací zprávě (režim registrace), Mesh 
uzel po určitou dobu čeká na další kořenové oznamovací zprávy anebo také může vyslat 
RREQ s TTLL = 1, aby explicitně požádal své sousední uzly o cesty ke kořenovému 
portálu. Uzel se zaregistruje na kořenovém portálu odesláním RREP na kořenový portál. 
Je nutné provést registraci pokaždé, když uzel změní svůj rodičovský uzel.  Přehled 
různých možností nastavení HWMP je znázorněn na Obr. 6. 
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Obr. 6: Možnost nastavení HWMP 
 
g) Predictive Wireless Routing Protocol (PWRP) 
Společnost Tropos vyvinula svůj vlastní bezdrátový směrovací protokol, nazývaný 
PWRP (Predictive Wireless Routing Protocol), který využívají zařízení Trospos 5210. 
Tento směrovací protokol se nespoléhá jen na počet skoků při zjišťování přenosových 
cest, ale porovnává počty chybných paketů a další podmínky na síti k určení nejlepší 
cesty v daném okamžiku. PWRP dynamicky ladí výběr více skokých cest z cest 
dostupných v bezdrátové Mesh síti. Určením propustnosti každé alternativní cesty 
pomocí pokročilé více skokové (multihop) metriky, PWRP zajišťuje výběr té nejlepší 
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cesty mezi několika dostupnými cestami. Protokol má detailní rozhodovací algoritmus 
pro výběr té nejlepší cesty. Uzel vybírá cestu s nejlepší hodnotou PSP (Packet Succes 
Probability) nebo RPSP (Reverse Packet Succes Probability). Každý uzel v Mesh síti má 
PSP a RPSP, které znázorňují kvalitu cesty zpět do drátové sítě. Směrovač je nastaven 
tak, že nejlepší cesta do drátové sítě je vždy aktivní a uděluje směrovací rozhodnutí o 
cestě, která je nejlepší, každých 10 sekund. 
 
PWRP spojitě a dynamicky optimalizuje použití dostupného spektra pomocí 
patentovaných algoritmů. Tyto algoritmy umožňují automatickou volbu kanálu, 
přizpůsobují výběr rychlosti přenosu dat, automaticky přenáší výkon, upravují a 
přizpůsobují odolnost proti rušení. 
 
4. QoS (Quality Of Service) 
QoS (Quality of Service) se vztahuje na široký výběr síťových technologií a 
postupů. Cílem QoS je poskytnout záruky, pokud jde o schopnost sítě dodávat 
předvídatelné výsledky. Přenosová síť je nekvalitní především díky místům, kde dochází 
ke zmenšení šířky přenosového pásma. QoS  se zaměřuje na dostupnost (uptime), šířku 
pásma (propustnost), zpoždění (latency), míru ztrát paketů a chybovost.  
 
Dostupnost je vyjadřována většinou procenty a představuje průměrnou dostupnost 
služby za určité období. 
 
Šířka pásma znamená, jak hodně informací může být přeneseno přes spojení 
v daném časovém období. 
 
Zpoždění je čas, který uplyne od odeslání zprávy zdrojovým uzlem po její přijetí na 
uzlu cílovém. Zahrnuje zpoždění v přenosové trase a na zařízeních, která jsou její 
součástí. Existují aplikace, kterým zpoždění nevadí, ale jsou i aplikace na zpoždění 
náchylné. 
 
Míra ztrát paketů je rychlost, se kterou jsou pakety zahazovány, ztrácí se anebo 
jsou znehodnoceny při průchodu sítí. 
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Chybovost je vyjádřena četností chyb. Je dána poměrem chybně přenesených 
elementů digitálního signálu k celkovému počtu přenesených elementů. 
 
QoS se týká priorit provozu v síti. Může být zaměřeno na síťové rozhraní, na sever 
nebo na proces směrování či na určitou aplikaci. Síťový monitorovací systém musí být 
rozmístěn jako část QoS, aby se zajistilo, že sítě pracují na požadované úrovni. 
 
Toto je důležité zejména pro novou generaci internetových aplikací, jako jsou VoIP 
(Voice over Internet Protocol), videokonference, streamy (datové proudy) a další služby 
citlivé na kvalitu služby. Některé klíčové technologie sítí, jako je Ethernet, nebyly 
navrženy tak, aby podporovaly priority provozu nebo zaručené výkonnostní úrovně, 
takže je mnohem obtížnější realizovat řešení QoS v celém Internetu. 
 
4.1. Základní modely k zajištění QoS 
K zajištění QoS v sítích existují tři základní modely obsluhy:[6] 
 Služby typu Best Effort, 
 Integrované služby (IntServ) 
 Rozlišované služby (DiffServ) 
 
4.1.1. Služba Best effort 
V tomto modelu posílají aplikace data vždy, když se jim zachce. Odesílají libovolný 
počet dat bez vyžádání si jakéhokoliv povolení. Síťové komponenty se pokusí přenést 
data co nejlépe, bez ohledu na zpoždění, nebo rozptyl zpoždění. Data odesílají i tehdy, 
když je nemohou doručit. O této činnosti není informován odesílatel ani příjemce. 
 
4.1.2. Služba IntServ (Integraf Services) 
V případě integrovaných služeb (Integraf Services) aplikace oznámí počítačové síti 
své požadavky na přenos dat ve formě požadovaných QoS. Počítačová síť ověří, zda 
jsou k dispozici požadované prostředky, a rozhodne, zda požadavkům vyhoví. V 
případě, že síť nemůže požadavku vyhovět, není spojení povoleno a aplikace se může 
rozhodnout, zda požádá o méně náročné QoS. Pokud je požadavek přijat, musí 
počítačová síť informovat všechny komponenty sítě, přes které bude probíhat přenos, 
aby pro dané spojení rezervovaly odpovídající objem prostředků, např. šířku pásma 
mezi dvěma směrovači, kapacitu fronty paketů atd. K tomuto účelu slouží rezervační 
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protokoly. Nejrozšířenějším rezervačním protokolem je RSVP (Resource reSerVation 
Protocol), který před každým přenosem zajišťuje potřebnou kvalitu přenosového kanálu. 
RVSP je poměrně složitý a představuje významnou režii při řízení chodu sítě. Proto se v 
poslední době objevují návrhy jednodušších protokolů pro rezervaci šířky pásma, např. 
YESSIR. 
 
4.1.3. Služba DiffServ (Differentiated services) 
Rozlišované služby (Differentiated services) se od integrovaných služeb liší tím, že 
aplikace neoznamuje předem počítačové síti své požadavky na QoS. Použití 
rezervačních protokolů není nutné. Jednotlivé směrovače neudržují žádnou stavovou 
informaci o jednotlivých spojeních. Implementace QoS je řešena tak, že každý paket 
vstupující do počítačové sítě je označen značkou, která určuje třídu přenosu, 
poskytovanou paketu. Označování paketů probíhá pouze na vstupu do počítačové sítě. 
Při přenosu tuto značku čtou směrovače a podle této značky řídí způsob zpracování 
paketu. 
 
4.2. MultiProtocol Label Switching (MPLS) 
MPLS (MultiProtocol Label Switching) nelze z hlediska referenčního modelu OSI 
snadno zařadit. Nemá vlastní síťovou adresaci a směrování a přitom pracuje s 
nejrůznějšími síťovými protokoly a síťovými technologiemi. K tomu mu slouží různý 
formát pro zapouzdření dat a značky. Někdy se MPLS proto označuje jako technologie 
vrstvy 2+.[7] 
 
MPLS používá pro urychlení cesty paketů sítí princip přepínání značek, založený na 
důsledném oddělení procesu směrování od vlastního předávání paketů. Každý zápis 
zásobníkové značky obsahuje čtyři pole: 
 20 bitová znaková hodnota, 
 3 bitové pole pro QoS prioritu, 
 1 bit pro zásobníkový indikátor (jestliže je nastaven, značí to, že aktuální 
znak je poslední v zásobníku), 
 3 bitové pole TTL. 
 
Směrovač s podporou MPLS, LSR (Label Switching Router) na okraji sítě 
příchozímu paketu přidělí značku, která se pak dále používá pro jeho předávání mezi 
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směrovači (typu P, provider) uvnitř MPLS sítě. LSR pak mohou datagram předávat dál 
výhradně na základě svých individuálních jednoduchých tabulek značek, aniž by musely 
zkoumat své směrovací tabulky a starat se o jejich aktuálnost.  
 
Předávání datagramů je tedy triviální záležitost. Všechny datagramy se stejnou 
značkou se posílají stejným způsobem, stejnou cestou sítí LSP (Label Switched Path) 
přes příslušné LSR.  
 
Cesta LSP je sestavena tak, že postupně všechny LSR mezi vstupním (ingress) a 
výstupním (egress) směrovačem PE (Provider Edge) sítě MPLS si vytvářejí vazbu mezi 
příchozí a odchozí značkou pro daný datový tok. Cesta LSP je jednosměrná. K MPLS 
síti se připojují klientské sítě prostřednictvím svých směrovačů CE (Customer Edge), 
které nepotřebují žádnou speciální podporu pro MPLS, pouze běžné IP směrování.  
 
Lokální převáděcí MPLS tabulka (tabulka značek) tedy jednoznačně určuje 
směrovací rozhodnutí tak, že pro každou lokální/vstupní hodnotu značky paketu 
přijatého z určitého rozhraní jednak přiřazuje, do kterého výstupního rozhraní má být 
tento paket dále směrován, a jednak definuje novou hodnotu lokální/výstupní značky, 
která přepisuje původní hodnotu lokální/vstupní značky. Tabulka je generována z 
kombinace informací získaných z lokálně používaného směrovacího IP protokolu a 
protokolu distribuce značek implementovaného mezi jednotlivými MPLS přepínači. 
 
Samotný řídicí mechanizmus (směrování, signalizace) je na rozdíl od vlastního 
předávání datagramů podstatně komplexnější. K výměně informací o přidělených 
značkách mezi sousedícími směrovači se používá jako mechanizmus signalizace 
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5. Mesh síť tvořena zařízeními Tropos 5210 MetroMesh 
 
5.1. Vlastnosti zařízení 
 




Bezdrátová část zařízení: 
 podporuje standard IEEE 802.11b/g, 
 kmitočtové pásmo 2.4-2.483 GHz, 
 modulace: - 802.11g - OFDM (64-QAM, 16-QAM, QPSK, BPSK), 
                     - 802.11b - DSSS (DBPSK, DQPSK, CCK), 
 všesměrové 7.4dB antény. 
 
Síťová část zařízení: 
 kompatibilita 802.11b/g klientů, 
 podpora NAT (Network Address Translation), 
 DHCP (Dynamic Host Configuration Protocol) server, 
 Ethernetový port. 
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Zabezpečení:                                                       
 Podpora WPA (Wi-Fi Protected Access), WEP (Wired Equivalent Privacy), 
radius,  
 VPN (Virtual Private Network) kompatibilita, 
 AES (Advanced Encryption Standard) kódování poslaných paketů, 
 Skrytí ESSID (Extended  Service Set Identifier).  
 
HW specifikace: 
 10/100BaseT Ethernet, 
 napájení 230 V, 50Hz, 
 příkon 18W, 
 podpora PoE (Power of Ethernet) (12, 24, 48V), 
 rozměry (š 33.02cm, h 20.32cm, v 13.50cm), 
 váha maximálně 6.40 kg s nosnými držáky. 
 
Specifikace prostředí: 
 provozní rozmezí teplot od -40° C do 55° C, 
 skladovací rozmezí teplot od -40° C do 85° C, 
 ochrana IP 67 (International Protection), 
 maximální větrná zatížitelnost 265.5 km/h. 
 
5.2. Základní nastavení zařízení 
Pro vytvoření Mesh sítě je důležité, aby směrovače, které tvoří jednu Mesh síť, měli 
nastavené stejné hodnoty u těchto parametrů: 
 kanál, 
 identifikátor bezdrátové směrovací domény, 
 AES kódování poslaných paketů, 
 šifrovací metoda klient – síť, 
 přenosová rychlost mezi zařízeními. 
 
Bylo provedeno základní nastavení Mesh sítě, která byla tvořena pomocí zařízení 
Canopy Tropos 5210 MetroMesh. Jedno zařízení bylo nastaveno do režimu brány 
(Gateway) a ostatní zařízení jsou nastavena v režimu uzlu (Node). Směrovač, který je 
v režimu brány, je připojen do sítě Internet. Obr. 8. znázorňuje zapojení sítě.  




Obr. 8: Zapojení Mesh sítě s jednou bránou 
                          
V Tab.1 jsou popsány základní parametry, které je možné nastavit v položce Device 
& IP a v Tab. 2 jsou popsány základní parametry, které je možné nastavit v  položce 
Wireless, aby zařízení byla spojena a tvořila Mesh síť. Tato nastavení jsou společná u 
zařízení pracujícího v režimu brána (Gateway), nebo uzel (Node). V příloze 1 jsou pak 
zobrazena nastavení obou zařízení. 
 





Určuje, zda směrovač pracuje jako pevný uzel 









Určuje rychlost a druh přenosu. 
Eth0 slouží k propojení páteřní sítě se sítí Mesh. 





Určuje zda HotZone brána (Gateway) má statické IP 
adresy přiřazené pro drátové a bezdrátové rozhraní, 




192.168.101.1 Specifikuje IP adresu drátového rozhraní.  Jestliže je 
povolené DHCP, tak je toto pole ignorováno. 
Maska drátového 
rozhraní 
255.255.255.0 Specifikuje masku drátového rozraní. Jestliže je 
povolené DHCP, tak je toto pole ignorováno. 
Standardní brána 192.168.101.254 Specifikuje IP adresu standardní směrovače pro síť. 
Jestliže je zapnuté DHCP, tak je tato pole 
ignorováno. 





192.168.101.2 Specifikuje IP adresu bezdrátového rozhraní.  





255.255.255.0 Specifikuje masku drátového rozraní. Jestliže je 
povolené DHCP, tak je toto pole ignorováno. 
   
Tabulka 1: Základní nastavení Tropos 5210 – záložka Device & IP 
 
Pole Paleta/Standard Popis 
Primární ESSID HotZoneNetworks Jedná se o jedinečné identifikační 
alfanumerické jméno, které 
identifikuje bezdrátovou síť. 
Klientská přenosová 
rychlost 
Auto, 1 ,2 , 5.5, 11 Mbit/s 
pro 802.11b. 
Až do 54 Mbit/s pro 
802.11g. 
Specifikuje přenosovou rychlost dat 




1, 2, 5.5, 11 Mbit/s pro 
802.11b. 
Až do 54 Mbit/s pro 
802.11g. 
Specifikuje přenosovou rychlost dat 
mezi směrovači. 
Kanál 1, 2, 3, 4, 5, 6, 7, 8, 9, 10, 
11, auto 
Určuje bezdrátový kanál, který 
využívá klient ke kontaktu s bránou 
(Gateway). Nejčastěji užívané kanály 
jsou 1, 6, 11. 
List kanálů 1, 6, 11 Specifikuje kanály, které budou 
zahrnuty při snímání kanálů (scan) – 




0 – 15 dB Určuje snížení vysílacího výkonu 
přenášeného radiem směrovače. 
Povolené 802.11b 
klienti 
Ano / Ne Pokud je zvoleno Ano, tak dovoluje 




1234123412341234 Šestnácti místný identifikační 
znakový kód. Tento kód musí 
obsahovat všechna zařízení, která 
tvoří jednu Mesh síť. 
Tabulka 2: Základní nastavení Tropos 5210 - záložka Wireless 
 
Výsledkem konfigurace jednotlivých zařízení bylo bezdrátové spojení použitých 
bodů (MP). To bylo signalizováno rozsvícením signalizačních LED diod. Pokud dojde 
ke spojení uzlu s dalšími uzly a také s bránou, LED diody se rozsvítí zeleně. Pokud 
nedojde ke spojení, tak svítí červeně. To znamená, že nedošlo k vytvoření sítě Mesh. 
Funkční konfigurace sítě byla ověřena pomocí příkazu ping na všechny IP adresy 
konfigurované sítě.  
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5.3. Mesh síť tvořena dvěma branami 
Základní sestavení Mesh sítě (Obr. 8), která je tvořena pomocí zařízení Canopy 
Tropos 5210 MetroMesh, bylo rozšířeno o další prvek v režimu brány (Gateway). Síť je 
nyní tvořena sedmi prvky, kde dvě zařízení jsou nastavena do režimu brány a ostatní 
zařízení jsou nastavena v režimu uzlu (Node). Prvky Mesh sítě, které jsou v režimu 
brány, jsou připojeny do sítě Internet. Obr. 9. znázorňuje zapojení sítě se dvěma 
branami.  
 
Obr. 9: Zapojení Mesh sítě se dvěma branami 
 
Zařazením druhé brány do sítě umožňuje rozšíření této sítě o další prvky a vzniká 
tak větší pokrytí Mesh sítí. Aktuální konfigurace sítě používá statické přidělování IP 
adres. Klient, který chce být připojen k této síti, musí mít také přidělenou statickou IP 
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Tabulka 3: IP adresy prvků 
 
 Bezdrátová Mesh síť je zabezpečena pomocí WEP šifrování kde je využito délky 
klíče o deseti ASCII (American Standard Code for Information Interchange) znacích. 
Síť je nastavena tak, aby se vysílaný signál sířil na 6 kanále.  
 
Síť obsahující dvě brány, která je v ustáleném stavu se chová tak, že uzly jsou 
připojeny ke své nejbližší bráně. Připojení jednotlivých uzlů ke konkrétním branám 
zobrazují následující obrázky. Na Obr. 10 jsou zobrazeny uzly připojené k bráně 
GW_54066 a na Obr.11 jsou zobrazeny uzly připojené k bráně GW_52674. 
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Obr. 10: Připojení jednotlivých zařízení k GW54066 
 
 
Obr. 11: Připojení jednotlivých zařízení k GW_52674 
 
Dále je na obou obrázcích zobrazen parametr síla signálu (Signal Strength) a 
parametr odstup signál šum SNR (Signal to Noise Ratio). Odstup užitečného signálu od 
šumu je stěžejním parametrem pro bezdrátovou komunikaci. Kvalita spoje klesá se 
snižujícím se SNR a dochází tak k nárůstu bitové chybovosti BER (Bit Error Ratio). 
Tímto dochází ke zhoršení propustnosti sítě. 
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5.3.1. Výpadek jedné brány (GW_052674) 
Při simulaci výpadku jedné z bran (GW_052674) došlo k tomu, že dva prvky, které 
byly připojeny k této bráně, se automaticky přepojily na zbývající a jedinou bránu 
(GW_54066) v síti. Nedošlo k výpadku celé sítě, což je jednou z hlavních výhod Mesh 
sítí. Připojení všech zařízení na jednu bránu v případě výpadku je zobrazeno na Obr. 12. 
 
 
Obr. 12: Připojení všech uzlů na jednu bránu 
 
Cesta k bráně (Path to Gateway) zobrazuje, kolik skoků (hops) bylo provedeno, aby 
došlo k přepojení směrovačů na bránu, která zůstala v provozu. 
 
5.4. Implementace QoS v Mesh síti 
Použitá zařízení tvořící Mesh síť podporují dvě možnosti konfigurace QoS. Jedná se 
o možnost nastavení zajištění kvality služeb pomocí rezervace šířky pásma a o možnost 
definované třídy provozu pro zvolené datové přenosy.  
 
5.4.1. Rezervace šířky pásma 
Metoda rezervace šířky pásma umožňuje nastavit maximální velikosti šířky pásma, 
která bude pro daný provoz (VoIP,stream) vždy k dispozici. Tato metoda pak zaručuje 
nastavenou šířku pásma při použití těchto provozů a ostatní provoz v síti se do tohoto 
pásma nedostane. V podstatě dojde k vytvoření jakési dráhy pro právě používanou 
aplikaci, která má být upřednostněna. Nastavení zařízení Tropos 5210 MetroMesh router 
pro tento typ QoS zobrazuje Obr. 13. 
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U implementace tohoto typu QoS musí být nadefinován název třídy, použitelná šířka 
pásma, maximální použitelná šířka pásma (určuje maximální použitelnou šířku pásma 
pro danou aplikaci) a priorita k danému provozu. Dále je vytvořeno pravidlo, které 
obsahuje zdrojovou a cílovou IP adresu, masku sítě a port. Vytvořené pravidlo je 
přiřazeno k rezervované šířce pásma pro určitou aplikaci (třídu). Toto nastavení je 
prováděno na bráně (Gateway) v Mesh síti. Na uzlech (Node) se nastavuje pouze jaký 
typ QoS má být použit. 
 
Obr. 13: Nastavení QoS - Rezervace šířky pásma 
 
5.4.2. Definované třídy provozu 
Tento typ QoS na základě nastavení priorit provozu upřednostňuje vybrané datové 
provozy v síti před ostatními. Důležitým typům provozu byly nastaveny nejvyšší 
priority. Např. VoIP bude mít nastavenou vyšší prioritu provozu než stream, aby 
nedocházelo k výpadkům při hovoru a stream má vyšší prioritu provozu než ostatní 
provoz na pozadí (backgraund) v síti. Nastavení zařízení Tropos 5210 MetroMesh router 
pro tento typ QoS je zobrazen na Obr. 14. 
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Obr. 14: Nastavení QoS - Definovaná třída provozu 
 
Přiřazené priority k upřednostňovaným aplikacím (třídy) v síti jsou přiřazeny k 
vytvořeným pravidlům, které obsahují zdrojovou a cílovou IP adresu, masku sítě a port. 
Toto nastavení je prováděno na bráně (Gateway) v Mesh síti. Na uzlech (Node) se 
nastavuje pouze jaký typ QoS má být používán. 
 
5.4.3.  Metodika měření  
Pomocí navržené metodiky měření bylo provedeno otestování možností QoS 
implementovaných v zařízeních pro některé datové přenosy. Vlastní měření bylo 
prováděno pomocí dvou notebooků (PC1 a PC2) na kterých byl spuštěn program Iperf, 
který slouží k analýze parametrů sítě (šířka pásma, jitter, chybovost) a ke generování 
datových toků. Na použitých PC neprobíhali během měření žádné náročné výpočetní 
operace, aby nedocházelo k ovlivnění výsledků měření. Hardwarová konfigurace obou 






Model Asus A7F  Asus A6R 
CPU Intel Core DUO T5500 Celeron 1.6 GHz 
HDD 100 GB 100 GB 
RAM 1024 MB 1024 MB 
Tabulka 4: HW konfigurace Pc 
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Použitý program Iperf slouží jako nástroj pro testování parametrů sítě a ke 
generování datových toků. Byla použita verze programu v grafickém rozhraní napsaném 
v jazyce JAVA, který je kompatibilní s operačním systémem Microsoft Windows XP. 
Iperf funguje na principu Klient – Server. Na PC1 byla spuštěna instance programu Iperf 
v režimu server a na PC2 v režimu klient.  
 
Měření bylo provedeno dvěma způsoby připojení klientských PC do sítě. Nejprve 
byl první z nich připojen pomocí drátového Ethernet rozhraní a následně byl připojen i 
druhý, pomocí bezdrátového rozhraní (kabel – Wi-Fi). Poté bylo provedeno měření s 
oběma klienty připojenými do sítě bezdrátově (Wi-Fi – Wi-Fi). Připojení klientů oběma 
způsoby  k síti pro měření parametrů QoS demonstruje Obr. 15. 
 
 
Obr. 15: Připojení klientů k Mesh síti 
 
Pomocí programu Iperf byly generovány datové toky, které měly simulovat různé 
typy provozu. Jeden simuloval hlasovou komunikaci (více probíhajících hovorů 
s celkovým tokem 700Kbit/s), druhý byl použit jako simulace přenosu videa 
(1300Kbit/s) a třetí simuloval provoz na pozadí (1500Kbit/s). Tímto byly získány 
statistiky, které byly použity do grafu. Poté bylo ověřeno chování sítě s tímto 
nastavením na konkrétní aplikaci. Hlasová komunikace byla odzkoušena pomocí 
programu Ventrilo. Datový tok tohoto programu je velmi malý, využívá kodek GSM 
6.10. Programem VLC byl do sítě pouštěn stream, aby byla ověřena správná funkce 
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QoS z pohledu uživatelské zkušenosti (user experience). Toto měření bylo provedeno 
pro oba typy QoS a díky získaným výsledkům a jednotné metodice je možné měření 
porovnávat. Každé měření trvalo 10 minut. Bylo vyzkoušeno měření obousměrného i 
jednosměrného provozu. Tyto výsledky byly porovnány a bylo zjištěno, že si 
odpovídají. Na základě toho zjištění byla provedena veškerá měření s jednosměrnými 
datovými toky. 
 
5.4.4. Měření QoS v Mesh síti  
Před vlastním měřením parametrů QoS v síti bylo nutné vypracovat metodiku 
měření, aby bylo možné porovnávat výsledky jednotlivých měření. 
 
1. Výsledky měření 
U některých měření byl do sítě pouštěn datový tok o šířce pásma 3 Mbit/s (Graf 1). 





















Graf 1: Vstupní 3 Mbit/s 




















Graf 2:Zarušené prostředí 
 
1.1 Měření bez QoS 


















Graf 3:Měření bez QoS - Šířka pásma 

















Graf 4:Měření bez QoS – jitter 
 
Při měření bez implementace QoS v síti byl generován datový tok do sítě o velikosti 
šířky pásma 3 Mbit/s. Graf 3 zobrazuje výsledek měření. Celkem bylo odesláno 459030 
paketů a z toho ztracených bylo 2158. Ztrátovost tedy byla 0,47% 
 
Hodnota jitteru se v tomto případě pohybovala přibližně v rozmezí od 0 do 8 ms. 
Špičkově se jitter pohybuje na hodnotě okolo 10 ms v čase 330 s. Výsledek měření 
zobrazuje Graf 4.  Při vyzkoušení hlasové komunikace pomocí programu Ventrilo 
docházelo k výpadkům při hovoru. Pomocí programu VLC byl do sítě generován 
stream. Při příjímání streamu docházelo k trhání obrazu i hlasu. 
 
1.2 Měření s QoS – rezervace šířky pásma 
Bylo vyzkoušeno, jak funguje rezervace šířky pásma implementovaná v zařízeních. 
Měření probíhalo pomocí klientů, kdy jeden byl připojen do sítě přes drátové rozhraní a 
druhý pomocí bezdrátového rozhraní. Do sítě byl generován datový tok o velikosti 3 
Mbit/s, který simuloval hlasovou komunikaci a následně video. Nastavená šířka pásma 
na jednotlivých zařízeních pro přenos hlasové komunikace byla 750 kbit/s a pro přenos 
videa 1500 kbit/s. Výsledky měření pro hlasovou komunikaci zobrazuje Graf 5. a 
simulaci videa Graf 6. 
   












































Graf 6: Simulace videa – šířka pásma 
 
Ztrátovost při simulaci hlasové komunikace byla 75% a při simulaci videa 50%. 
Tato ztrátovost je dána tím, že do sítě byl generován provoz 3 Mbit/s. Rezervovaná šířka 
pásma pro datový tok hlasu byla nastavena na 750 kbit/s. a pro video 1500 kbit/s. Ze 3 
Mbit/s bylo propuštěno sítí pouze 750 kbit/s pro simulaci hlasu a 1500 kbit/s pro 
simulaci videa podle konfigurace AP. Tyto výsledky mají předpovídatelné průběhy, 
protože se jedná o vlastnost použitých zařízení. Tato informace byla získána z manuálu 
výrobce.   
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1.3 Měření v rámci jedné třídy priorit pro hlas  
V této části měření nebyl generován do sítě jeden datový tok, ale více probíhajících 
proudů s datovým tokem 64 kbit/s, které simulovaly hlasovou komunikaci a zabraly 
téměř celé pásmo. Jeden datový tok zabral pouze část pásma, ale v součtu tyto toky 
zabraly 60% pásma. Měření bylo prováděno pouze pro jednoho klienta připojeného přes 
rozhraní Ethernet a druhého klienta připojeného bezdrátově pro oba typy QoS. Výsledky 
měření zobrazují Grafy 7, 8, 9, 10. Měření pro připojené klienty Wi-Fi – Wi-Fi do sítě, 
nebylo realizováno. Z důvodu rušení ostatními sítěmi bylo připojení klientů nestabilní a 


























- 48 - 
 





















































Graf 8: Simulace hlasové komunikace – jitter 
 
Průměrná hodnota jitteru se pohybovala v rozmezí od 0 do 25 ms v případě, kdy 
nedocházelo k rušení sítě. Při menším rušení hodnota jitteru dosahuje 55 ms a při 
velkém rušení dosahuje jitter hodnot okolo 250 ms, kdy tyto hodnoty jsou už 
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Graf 10: Simulace hlasové komunikace - jitter 
Průměrná hodnota jitteru se pohybovala v rozmezí od 0 do 15 ms v případě, kdy 
nedocházelo k rušení sítě. Při menším rušení hodnota jitteru dosahuje 60 ms a při 
velkém rušení dosahuje jitter hodnot okolo 160 ms, kdy tyto hodnoty jsou už 
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U obou typů QoS je vidět vzájemný vztah mezi šířkou pásma, kterou zobrazují 
Grafy 7 a 9 a jitterem, jejichž průběhy jsou zobrazeny v Grafech 8 a 10. Při poklesu 
šířky pásma vlivem rušení dochází k okamžitému nárůstu jitteru. Existuje vztah mezi 
kolísáním rychlosti, tedy i kvalitou signálu sítě a jitterem. 
 
Na základě tohoto měření bylo rozhodnuto, že do sítě bude generován pouze jeden 
datový tok simulující hlasovou komunikaci a ne několik datových toků najednou (více 
probíhajících hovorů s celkovým tokem 700Kbit/s). Měření, která byla prováděna takto 
a měření s jedním datovým tokem, podávaly velice podobné výsledky, proto bylo 
možné provést toto zjednodušení. 
 
1.4 Měření s QoS - rezervace šířky pásma 
Měření probíhalo pomocí klientů, kdy jeden byl připojen do sítě přes drátové 
rozhraní a druhý pomocí bezdrátového rozhraní. Pomocí programu Iperf byly 
generovány do sítě různé typy provozu. Program Iperf generuje provozy, které 
představovaly určité druhy komunikace. Jeden provoz simuloval hlasovou komunikaci 
(700Kbit/s), druhý provoz byl použit jako simulace videa (1300Kbit/s) a třetí simuloval 





















Graf 11:Simulace hlasové komunikace – šířka pásma 


















Graf 12:Simulace hlasové komunikace - jitter 
 
Do sítě byl generován datový tok 700 kbit/s, který simuloval hlasovou komunikaci. 
Celkem bylo odesláno 34323 paketů a ztracených bylo 7. Ztrátovost tedy byla 0,02%. 
 
Hodnota jitteru měla hodnotu přibližně 8 ms. Špičková hodnota jitteru se objevuje až 
na 19 ms v čase 245 s a na hodnotě 28 ms v čase 580 s, jak ukazuje Graf 12. Při 
vyzkoušení hlasové komunikace pomocí programu Ventrilo nedocházelo k výpadkům 





















Graf 13:Simulace videa – šířka pásma 


















Graf 14:Simulace videa – jitter 
 
Do sítě byl generován datový tok 1300 kbit/s, který představoval simulaci videa. 
Celkem bylo odesláno 56996 paketů a ztracených bylo 5. Ztrátovost tedy byla 0,01%. 
 
Hodnota jitteru se pohybovala v rozmezí od 0 do 6 ms. Špičkově se tato hodnota 
objevuje až na hodnotách okolo 10 ms v časech 250 a 515 s, jak zobrazuje Graf 14. Při 
ověření výsledků měření byl do sítě, pomocí programu VLC, generován stream. Při 
příjímání streamu nedocházelo k trhání obrazu ani ke zpoždění hlasu. 
 
1.5 Měření s QoS – definovaná třída provozu 
Měření probíhalo pomocí klientů, kdy jeden byl připojen do sítě přes drátové 
rozhraní a druhý pomocí bezdrátového rozhraní. Pomocí programu Iperf byly 
generovány do sítě různé typy provozu. Jeden simuloval hlasovou komunikaci 
(700Kbit/s), druhý byl použit jako simulace videa (1300Kbit/s) a třetí simuloval provoz 
na pozadí (1500Kbit/s). 
 










































Graf 16:Simulace hlasové komunikace – jitter 
Do sítě byl generován datový tok 700 kbit/s, který simuloval hlasovou komunikaci. 
Celkem bylo odesláno 34559 paketů a ztracených bylo 12. Ztrátovost tedy byla 0,04%. 
 
Jitter se pohyboval v rozmezí od 0 do 8 ms. Špičkově se tato hodnota objevuje až na 
hodnotách okolo 12 ms, jak ukazuje Graf 16. Při vyzkoušení hlasové komunikace 
pomocí programu Ventrilo nedocházelo k výpadkům ani k výraznému zpoždění během 
hovoru. 







































Graf 18: Simulace videa – jitter 
Do sítě byl generován datový tok 1300 kbit/s, který představoval simulaci videa. 
Celkem bylo odesláno 57339 paketů a ztracených bylo 29. Ztrátovost tedy byla 0,05%. 
 
Hodnota jitteru byla přibližně 5 ms. Špičkově se tato hodnota pohybovala až na 25 
ms v čase 345 s, jak zobrazuje Graf 18. Při ověření výsledků měření byl do sítě, pomocí 
programu VLC, generován stream. Při příjímání streamu nedocházelo k trhání obrazu 
ani ke zpoždění hlasu. 
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2. Měření pro připojené klienty Wi-Fi – Wi-Fi 
Pro oba dva typy zajištění kvality služeb byla provedena celá měření ještě jednou, 
ale oba klienti byli tentokrát připojeni do sítě pomocí bezdrátového rozhraní. Pomocí 
programu Iperf byly generovány do sítě různé typy provozu. Program Iperf generuje 
provozy, které představovaly určité druhy komunikace. Jeden provoz simuloval 
hlasovou komunikaci (700Kbit/s), druhý provoz byl použit jako simulace videa 
(1300Kbit/s) a třetí simuloval provoz na pozadí (1500Kbit/s). 
 
 V tomto případě došlo k navýšení ztracených paketů. Ztrátovost je v tomto případě 
dána rušením, kvalitou a úrovní signálu připojených klientů. Ztrátovost  pro oba typy 
QoS je zobrazena v Tab. 5. 
 
 Rezervace šířky pásma Definovaná třída provozu 
Simulace hlasu               4,1 %                 1,8 % 
Simulace videa                32 %                    2 % 
Tabulka 5: Ztrátovost – Wi-Fi klienti 
 
Při měření u rezervace šířky pásma docházelo k trhání obrazu streamu. Při ověření 
hlasové komunikace programem Ventrilo nedocházelo k výpadkům ani ke zpoždění při 
hovoru. 
 
Při ověření na konkrétních aplikacích u metody QoS s definovanou třídou provozu 
byla hlasová komunikace i video stream v pořádku. Výsledky měření jsou velice 
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Graf 20: Simulace hlasové komunikace – jitter 
 
Do sítě byl generován datový tok 700 kbit/s, který simuloval hlasovou komunikaci. 
Celkem bylo odesláno 35669 paketů a ztracených bylo 1467. Ztrátovost tedy byla 4,1%. 
 
Hodnota jitteru měla hodnotu přibližně 10 ms. Špičkově se hodnota jitteru objevuje 
až na 600 ms v čase 280 s, jak ukazuje Graf 20. Tato špička byla z důvodu vypovídající 
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hodnoty grafu oříznuta. Při vyzkoušení hlasové komunikace pomocí programu Ventrilo 









































Graf 22: Simulace videa - jitter 
Do sítě byl generován datový tok 1300 kbit/s, který představoval simulaci videa. 
Celkem bylo odesláno 65552 paketů a ztracených bylo 22441. Ztrátovost tedy byla 
34%. 
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Hodnota jitteru byla přibližně 20 ms, jak zobrazuje Graf 22. Při ověření výsledků 
měření byl do sítě, pomocí programu VLC, generován stream. Při příjímání streamu 
docházelo k trhání obrazu a k patrnému zpoždění hlasu. 
 
2.2 Měření s QoS – definovaná třída provozu 
Měření probíhalo pomocí klientů, kdy oba klienti byli připojeni do sítě pomocí 
bezdrátového rozhraní. Pomocí programu Iperf byly generovány do sítě různé typy 
provozu. Jeden simuloval hlasovou komunikaci (700Kbit/s), druhý byl použit jako 









































Graf 24: Simulace hlasové komunikace - jitter 
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Do sítě byl generován datový tok 700 kbit/s, který simuloval hlasovou komunikaci. 
Celkem bylo odesláno 35495 paketů a ztracených bylo 649. Ztrátovost tedy byla 1,8%. 
 
Hodnota jitteru měla hodnotu přibližně 10 ms. Špičkově se hodnota jitteru objevuje 
až na 160 ms v čase 170 s, jak ukazuje Graf 20. Při vyzkoušení hlasové komunikace 












































Graf 26: Simulace videa - jitter 
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Do sítě byl generován datový tok 1300 kbit/s, který představoval simulaci videa. 
Celkem bylo odesláno 63652 paketů a ztracených bylo 1276. Ztrátovost tedy byla 2%. 
 
Hodnota jitteru se pohybovala přibližně v rozmezí od 5 do 10 ms. Špičkově se 
hodnota jitteru objevuje až na 230 ms v čase 160 s, jak ukazuje Graf 26. Tato špička 
byla z důvodu vypovídající hodnoty grafu oříznuta. Při ověření výsledků měření byl do 
sítě, pomocí programu VLC, generován stream. Při příjímání streamu nedocházelo 









































Cílem této práce bylo popsat samoorganizující se sítě typu Mesh. V první části bylo 
vysvětleno, co je vůbec Mesh síť, jakými prvky je tvořena a jaké přináší výhody a 
nevýhody. Hlavní výhodou těchto sítí je, že zjednodušují automatické sestavování 
spojení a zotavování sítě při poruše. Hlavní nevýhodou je náročné směrování. 
 
Dále byly popsány směrovací protokoly, které jsou využívány v těchto bezdrátových 
sítích. Směrovací protokoly se dělí na reaktivní (např. AOVD), proaktivní (např. OLSR) 
a hybridní (např. HWMP). Zařízení Tropos 5210 MetroMesh router využívají 
prediktivní směrovací protokol PWRP, jejichž výrobcem je firma Motorola.  
 
Bylo provedeno sestavení sítě Mesh a její konfigurace. Síť je tvořena zařízeními 
Tropos 5210 MetroMesh router. Dvě zařízení byla nastavena v režimu brány (gateway) 
a ostatní zařízení v režimu uzlu (node). Aby se síť vytvořila a zorganizovala, musí mít 
všechna zařízení nastavena stejný šestnácti místní identifikační znakový kód, kanál, 
kódování poslaných paketů AES mezi uzly (nody), šifrovací metodu klient – síť a 
přenosovou rychlost mezi uzly. Nastavením těchto parametrů se zařízení v síti 
identifikují a dojde tak k vytvoření Mesh sítě. Spojení všech zařízení v síti je indikováno 
rozsvícením kontrolní LED diody (svítí zeleně) a je zobrazeno ve webovém rozhraní 
AP. Síť byla nastavena pomocí statických IP adres. Funkčnost sítě byla ověřena pomocí 
příkazu ping na všechny IP adresy v konfigurované síti. 
 
Byla vytvořena síť se dvěma branami (Gateway). Uzly tvořící Mesh síť se připojily 
k bráně, která byla nejblíže v jeho dosahu. Dále byl odsimulován výpadek jedné z bran 
(GW_052674). Prvky, které byly připojeny k této bráně, se automaticky přepojily ke 
zbývající bráně v síti. Důležité je, že při výpadku brány nedošlo k výpadku celé sítě. 
 
V poslední části práce bylo provedeno měření přenosů za podpory QoS. Při měření 
s připojenými klienty kabel – Wi-Fi byla měření stabilní a nedocházelo k výpadkům. 
Oproti tomu při měření s klienty připojenými bezdrátově docházelo k výpadkům. U 
měření přenosů v síti, kdy nebyla zapnuta podpora QoS docházelo k výpadkům 
v hlasové komunikaci či přenosu videa. V případě kdy byla při měření v síti zapnuta 
podpora kvality služeb, byla hlasová komunikace bez výpadků u obou typů QoS. Při 
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vysílání video streamu byl jeho příjem v pořádku u všech měření. Jen při připojení 
klientů bezdrátově docházelo k trhání obrazu u implementované metody definovaná 
třída provozu. Kvalita měření byla ovlivněna kvalitou signálu sítě a rušením z ostatních 
sítí. U metody zajištění QoS rezervace šířky pásma dochází k rezervaci určité šířky 
pásma, která je vyhrazena pro zvolené aplikace. Pokud dojde k překročení tohoto pásma 
velikostí přenášených dat, tak dojde k zahazování dat a tak narůstá ztrátovost. U metody 
definovaná třída provozu jsou nastaveny priority jednotlivým aplikacím a na základě 
těchto priorit jsou aplikace upřednostňovány. Nedochází tedy k zahazování dat. 
 
Výsledky měření jasně prokázaly, že použitá zařízení QoS plně podporují. Je dobré 
mít podporu QoS v síti nastavenou vždy. Hlavně tedy pro aplikace, které jsou citlivé na 
kvalitu služby. 
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Seznam použitých zkratek: 
 
AES  Advanced Encryption Standard 
ASCII American Standard Code for Information Interchange 
AODV Ad hoc On-demand Distance Vector Routing Protocol 
AP  Access Point 
BPSK Binary Phase Shift Keying 
BER  Bit Error Ratio 
CCK  Complementary Code Keying 
CE  Custumer Edge 
DBPSK Differential Binary Phase Shift Keying 
DQPSK Differential Quadrature Phase Shift Keying 
DHCP Dynamic Host Configuration Protocol 
DiffServ  Differentiated services 
DSSS Direct Sequence Spread Spectrum 
DSR  Dynamic Source Routing Protocol 
ETT  Expected Transmission Time 
ESSID Extended Service Set Identifier 
HW  Hardware 
IEEE  Institute of Electrical and Electronics Engineers 
IP  Internet Protocol 
IP  International Protection 
IntServ Integraf Services 
LAN  Local Area Network 
LDP  Label Distribution Protocol 
LSR  Label Switching Routek 
LSP  Label Switching Path 
MAC  Media Access Kontrol 
MANET Motorola Ad-Hoc Network 
MP  Mesh Point 
MID  Multiple Interface Declaration 
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OFDM Orthogonal Frequency Division Multiplexing 
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PWRP Predictive Wireless Routing Protocol 
QAM  Quadrature amplitude modulation 
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QPSK Quadrature Phase Shift Keying 
RREQ Route Request 
RREP Route Reply 
RERR Route Error 
RPSP Reverse Packet Succes Probability 
SNR  Signal to Noise Ratio 
TCP  Transmission Control Protocol 
TTL  Time To Live 
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UDP  User Datagram Protocol 
VoIP Voice over Internet Protocol 
VPN  Virtual Private Network 
WEP Wired Equivalent Privacy 
WPA  Wi-Fi Protected Access 
WMNs Wireless Mesh Network 
WLAN Wireless Local Area Network 
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Příloha 1: Základní nastavení brány (Gateway) a uzlu (Node) 
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Obr. 18: Základní nastaveni Tropos 5210 v režimu brány (Gateway) i Uzlu (Node) 
