



















































































































































































































































































































































































































































































































































































































































































































Zyxel  12/24/32  8/16/24  x  x  x/x  4.8 
ZTE  16/24/32/+  8/16/24/48 Kytki‐
missä 
x  x/x  5 
Zhone  8/24  24  x  x  x/x  4.4 
Planet  8/24  ‐  x    x/‐  4 
 
Vertailun jälkeen pyydettiin jokaiselta valmistajalta volyymitarjoukset ja referenssit, 
joiden pohjalta vertailua jatkettiin hintojen osalta.  
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Kun tarjoukset ja referenssit oli saatu jälleenmyyjiltä, pidettiin toimeksiantajan 
kanssa tarkempi palaveri, jossa käytiin läpi vertailun tuloksia, tarjouksia sekä refe‐
renssejä. Tämän palaverin perusteella tehtiin laitevalinnat liiketoiminnallisten kritee‐
rien perusteella.    
Laitevalmistajaksi valittiin ZTE.  ZTE:llä oli edulliset laitteet kaikenkokoisiin taloyhtiöi‐
hin, joka mahdollisti yhtenäisen laitekannan. Tämä puolestaan mahdollisti helpom‐
man keskitetyn laitehallinnan. ZTE:n laitteet tukivat kaikkia teknisiä vaatimuksia, ku‐
ten Dynamic Host Configuration Protocol (DHCP)‐optiota 82, jolla pystytään tunnista‐
maan jokainen asiakas lain vaatimalla tavalla. Heidän laitteillaan voidaan myös to‐
teuttaa kaikki toimeksiantajan tarjoamat palvelunopeudet.  
4.3 Arkkitehtuuri 
Taloyhtiöt toteutettiin aktiiviverkolla. Koska toiminta‐alueella olevat taloyhtiöt ovat 
joko Cat6‐kaapeloituja tai VDSL2‐kohteita, tarvittiin taloyhtiön aktiivilaitetilaan aktii‐
vilaite, joka yhdistettiin Aktiiviethernetillä laitetilaan.  
4.4 Testausympäristö 
Jotta voidaan testata sekä toimeksiantajan verkon toimintaa sekä laitteiden hallintaa, 
kuten konfiguraatiota ja päivityksiä, perustetaan toimeksiantajan tiloihin testiympä‐
ristö, joka simuloi yksittäistä ”oikeaa” alueverkkoa. Ympäristö koostuu Multi‐Protocol 
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Label Switching (MPLS) ‐reitittimestä, PON‐laitteesta, DSLAM:stä, Ethernet‐kytki‐
mestä sekä toimeksiantajan tarjoamista päätelaitteista. Kuvio 16 esittää yksinkertai‐
sen topologian testiympäristöstä.  
 
Kuvio 16. Testiympäristö 
 
Testiympäristön MPLS‐reititin konfiguroidaan kuin oikea tuotantoreititin, jotta voi‐
daan realistisesti testata ympäristöä. MPLS‐reitittimen takana on Ethernet‐kytkin, jo‐
hon liitetään taloyhtiöiden aktiivilaitteet. Aktiivilaitteisiin konfiguroidaan hallinta ‐Vir‐
tual Local Area Network (VLAN) sekä asiakas‐VLAN. Kun testiympäristöä käytetään 
yleiseen testaukseen, esimerkiksi laitteiden päivitysten testaukseen, käytetään tes‐
tiympäristölle annettua asiakas‐VLAN ‐tunnistetta. Mutta mikäli testataan tuotan‐
toon menevän laitteen konfiguraation oikeutta, käytetään kyseisen alueverkon omaa 
VLAN ‐tunnistetta. Täten laite voidaan luotettavin mielin laittaa tuotantoon.  
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4.5 Asennusprosessi 
Taloyhtiön asennusprosessi käynnistyy, kun toimeksiantaja on saanut taloyhtiöltä liit‐
tymätilauksen. Toimeksiantajan toimiessa kymmenen kunnan alueella, jolloin väli‐
matkat toimiston ja asennettavien kohteiden välillä kasvaa suureksi, ei ole kannatta‐
vaa itse käydä asentamassa kohteita. Tällöin on käytettävä paikallista urakoitsijaa. 
Tämän vuoksi on tehtävä selkeä prosessi, kuinka asennukset toteutetaan, jotta välty‐
tään ongelmilta.  Kuvio 17 esittää aktiivilaitteen asennusprosessin. 
 
 Kuvio 17. Asennusprosessi 
 
Monivaiheisessa asennusprosessissa toimeksiantajan sekä paikallisen urakoitsijan tu‐
lee tehdä yhteistyötä, jotta asennus saadaan tehtyä nopeasti, mutta huolellisesti. 
Kun tilaus on saatu sisään, täytyy selvittää, löytyykö taloyhtiön jakamosta tai isän‐
nöitsijältä dokumentaatiota, miten huoneistot on kytketty jakamoon. Mikäli doku‐
mentaatio ei löydy, täytyy asentajan käydä ”pillittämässä” huoneistot ja luoda doku‐
mentaatiota toimeksiantajaa varten.  
Kun tarvittava dokumentaatio on saatu, voidaan jakamoon tuleva laite konfiguroida. 
Kun laite on konfiguroitu, lähetetään se asennusohjeiden kera asentajalle. Asen‐
nusohjeet sisältävät mm. tarkan värikartan rimakytkentää varten. Viimeinen vaihe 
prosessissa on itse asennus. Asentaja käy ensimmäisenä toimeksiantajan laitetilassa 
tekemässä tarvittavat ristikytkennät, minkä jälkeen hän siirtyy taloyhtiön jakamoon 
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asentamaan aktiivilaitteen. Aktiivilaitetta asentaessa, tulee asentajan testata porttien 
toimivuus Ethernet‐sisäverkko kohteessa Speedtestin avulla. Kun taas VDSL2 ‐koh‐
teessa asentajan täytyy käydä testaamassa palvelun toimivuus asiakkaan huoneis‐
tossa.  Lopuksi asentajan tulee päivittää ulkoiseen järjestelmään kuva asennuksesta, 
sekä ilmoittaa toimeksiantajalle Speedtestien tulokset.  
4.6 Laitteiden monitorointi 
Vikatilanteita varten aktiivilaitteiden tilaa seurataan valmistajan tarjoaman erillisen 
hallintasovelluksen avulla. Yksittäisen asiakkaan porttia ei seurata syystä, sillä jokai‐
sella kerralla, kun yksittäinen asiakas sammuttaisi laitteensa, lähtisi ilmoitus laitteen 
”hajoamisesta” toimeksiantajan hallintajärjestelmään. Tämä lisäisi verkonvalvonnan 
turhaa työtä.  
4.7 Palvelutuotteiden toteutus laitteissa   
Yritys tarjoaa asiakkailleen eri nopeus vaihtoehtoja, joiden on toteuduttava taloyhti‐
öihin tulevissa laitteissa. Laitevalintojen jälkeen tutustuttiin tarkemmin laitteisiin ja 
selvitettiin, kuinka palvelutuotteet toteutetaan valituilla laitteilla. Puhelinverkkoon 
tulevilla DSLAM:lla tuotteet voidaan toteuttaa luomalla laitteeseen palveluprofiilit. 
Ethernet‐kohteisiin meneviin kytkimiin voidaan rajoittaa portin nopeus; 10M, 100M 
tai 1000M, jolloin joudutaan käyttämään Quality of Servicen(QoS) tarjoamia ominai‐
suuksia. Kytkimeen tulee luoda liikenteen rajoittimet palvelunopeuksien mukaan 
sekä määritellä sallitut ylimenevät purskeet. Tämä lisää hieman viivettä kyseisiin pal‐
velutuotteisiin, noin viisi – kymmenen millisekunttia.  Taulukko 4 esittää mitkä palve‐
lutuotteet tarvitsevat kytkimeen Qos‐arvot ja mitkä eivät.  
Taulukko 4 Ethernet‐kytkimen Qos 
Palvelutuote  Tarvitsee Qos  Ei tarvitse Qos 
Valonetti 10M    X 
Valonetti 20M  X   
Valonetti 50M  X   
Valonetti 100M    X 
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4.8 Asiakkaiden tunnistaminen 
Lain mukaan operaattorin on tarvittaessa tunnistettava jokainen käyttäjä. Tämä tar‐
koittaa sitä, että on tiedettävä jatkuvasti asiakkaiden IP‐osoitteet. Tähän käytetään 
DHCP:n optio 82:sta. Sen tarkoitus on merkitä DHCP‐viesteihin, kenelle mikäkin IP‐
osoite on menossa. Sen arvot voidaan määritellä käsin, jolloin jokaiseen laitteeseen 
voidaan merkitä omat arvonsa. Tällä tavalla toteutetaan yrityksen asiakkaiden tunnis‐
taminen. Jokaisen laitteen optio 82‐kenttään merkitään laitteen toimitusosoite sekä 
asunnon numero. Nämä tiedot siirtyvät keskitettyyn lokipalvelimeen, josta ne voi‐
daan helposti etsiä.  Näin voidaan heti tarvittaessa osoittaa, kenellä mikäkin IP‐osoite 
oli käytössä tiettyyn aikaan. Kuvio 18 esittää miltä optio 82‐kenttä näyttää syslog‐pal‐
velimella.  
 
Kuvio 18. Optio 82  
5 Konseptin testaaminen 
Jotta voidaan todeta, että valitut laitteet ja luodut konfiguraatiot saadaan toimimaan 
asennusvaiheessa ilman ongelmia, tehdään koeasennuksia molemmilla sisäverkko‐
tekniikoilla toimeksiantajan tiloissa olevalla testiympäristöllä.   
5.1 VDSL2‐kohde 
Taloyhtiöihin, joissa on vanha puhelinverkko, viedään DSLAM, johon on kytketty eril‐
liset krone‐rimat. Kyseiset rimat kytketään taloyhtiön rimoihin yhteyttä varten. Kuvio 
19 esittää VDSL2‐kohteen arkkitehtuurin.  
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Kuvio 19. VDSL2 
5.1.1 DSLAM:n konfigurointi 
Keskittimen asennusta varten yhdistetään tietokone serial‐kaapelilla keskittimen 
console‐porttiin, jotta laitteeseen saadaan yhteys. Tämän jälkeen otetaan etähallin‐
taohjelmistolla, esimerkiksi Puttyllä, yhteys tietokoneen Communication (COM) ‐por‐
tin kautta laitteeseen (kts. Kuvio 20).  
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Kuvio 20. Console‐yhteys 
Yhteyden muodostuttua kirjaudutaan laitteeseen sisään oletuskäyttäjätunnuksilla, 
jotka muutetaan konfiguroinnin yhteydessä sekä siirrytään konfiguraatiotilaan syöt‐
tämällä komennot enable sekä configure. 
Aloitetaan keskittimen konfigurointi antamalla koneelle host‐nimi sekä IP‐osoite (kts. 
Kuvio 21).  
 
Kuvio 21. DSLAM‐peruskonfiguraatio 
 
Jatketaan konfigurointia luomalla VDSL2:lle perusprofiili (kts. Kuvio 22). 
33 
 
 
 
Kuvio 22. Esimerkki base‐profiili 
 
Perusprofiilia luodessa täytyy siihen määritellä useita eri parametreja, esimerkiksi 
maantieteellinen alue ja StandardProfile. Suurin osa parametreista voidaan jättää 
oletusasetuksille.  
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Jotta voidaan rajata asiakkaiden liikenne heidän palvelusopimustensa mukaiseksi, 
täytyy vielä luoda palveluprofiilit kaikille eri palvelutuotteille. Kuvio 23 esittää Valo‐
netti 10M ‐palveluprofiilin luonnin.  
 
Kuvio 23. 10M‐serviceprofile esimerkki 
Palveluprofiilin luonnin aikana laite kysyy jälleen useita eri parametreja, mistä osa 
voidaan jättää oletusarvoihin. Määriteltäviä parametreja ovat muun muassa: 
zxAnXdsl12Ch1ConfProfMaxDatarateDS (0...200,000 kbit/s), millä määritellään mak‐
siminopeus alavirtaan sekä zxAnXdsl12Ch1ConfProfMaxDatarateDS (0...200,000 
kbit/s), millä määritellään latausnopeus ylävirtaan. Taulukko 5 esittää palvelutuottei‐
den yllämainittujen parametrien arvot.  
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Taulukko 5. Valonetti‐tuotteiden nopeudet ala‐ ja ylävirtaan 
Tuote  zxAnXdsl12Ch1ConfProf‐
MaxDatarateDS 
(0..200,000 kbit/s) 
zxAnXdsl12Ch1ConfProf‐
MaxDatarateUS 
(0..200,000 kbit/s) 
Valonetti 10M  10000  10000 
Valonetti 20M  20000  10000 
Valonetti 50M  50000  20000 
Valonetti 100M  100000  50000 
 
Jotta laitteeseen saadaan etäyhteys, täytyy siihen luoda hallinta‐VLAN ja liittää se up‐
link‐porttiin (kts. Kuvio 24).  
 
Kuvio 24. Uplink 
 
Tämän jälkeen luodaan asiakas‐VLAN ja liitetään se asiakasporttiin ½ (kts. Kuvio 25).  
 
Kuvio 25. DSLAM asiakas‐VLAN 
 
Seuraavaksi otetaan käyttöön asiakkaan tunnistamista varten DHCP‐optio 82, sekä 
määritellään oma syntaksi, jolloin laite käyttää portin user‐info‐komennon tietoja op‐
tio 82‐kentän arvoina. Kuvio 26 esittää tarvittavat komennot.  
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Kuvio 26. DSLAM optio 82 
 
Aloitetaan asiakasportin konfiguroiminen lisäämällä asiakkaan tiedot porttiin user‐
info‐komennolla (kts. Kuvio 27).  
 
Kuvio 27. User info 
 
Myös laitteen asiakasporttiin pitää pitää ottaa käyttöön DHCP‐optio 82, jotta asiak‐
kaan tunnistaminen onnistuu. Kuvio 28 esittää laitteen porttiin tulevat komennot.  
 
Kuvio 28. Portin optio 82 
 
Lopuksi konfiguroidaan porttiin perusprofiili, palveluprofiili ja muita valinnaisia para‐
metreja (kts. Kuvio 29).  
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Kuvio 29. Porttikonfiguraatio 
 
Tämän jälkeen laite on konfiguroitu valmiiksi asennusta varten.  
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5.1.2 Liittäminen runkoverkkoon 
Taloyhtiöihin menevät laitteet kytketään runkoverkon laitteiden aktiiviethernet ‐
portteihin. Runkoverkon laitteen porttiin kytketään kantavuudeltaan 20 km pitkä ja 
aallonpituudeltaan 1310/1550 nm oleva laseri, johon taloyhtiöstä tuleva kuitu liite‐
tään.  
5.1.3 Huoneistojen liittäminen 
Huoneistojen liittäminen testilaitteeseen aloitetaan kytkemällä Telco‐kaapeli krone‐
rimoihin värikartan mukaisesti. Tämän jälkeen päätelaite yhdistetään hyppylangoilla 
kronerimaan (kts. Kuvio 30).  
 
Kuvio 30. Huoneiston päätelaite 
 
Asennusta varten laite ja erillinen virtapaneeli kiinnitetään testausympäristössä ole‐
vaan räkkiin sekä telco‐kaapeli kiinnitetään laitteessa olevaan linjakortin user‐porttiin 
(kts. Kuvio 31). 
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Kuvio 31. Asennettu DSLAM 
 
Lopuksi uplink ‐porttiin kytketään laitetilan laserin vastapari eli 20 km 1550/1310 nm‐
laseri ja kuitu LC/UP‐liittimellä.  Kun laite on kytketty, täytyy asennus testata testiym‐
päristön päätelaitteella. 
Asennus testataan kytkemällä tietokone testiympäristön päätelaitteeseen ja odote‐
taan, että tietokone saa internetyhteyden. Kun yhteys on muodostunut, siirrytään 
toimeksiantajan omalle Speedtest‐sivulle http://ksvv.speedtest.net/ ja ajetaan no‐
peustesti. Todetaan että yhteys toimii ja on rajattu oikeaan palveluprofiiliin eli 
10/10M (kts. Kuvio 32). 
 
Kuvio 32. Toimiva yhteys 
 
Täten voidaan todeta, että asennus on onnistunut.  
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5.2 Ethernet‐kohde 
Taloyhtiöihin, joissa on uusi Cat6‐kaapelointi, viedään Ethernet‐kytkin, josta voidaan 
kytkeä huoneistot suoraan Ethernet‐kaapelilla talon ristikytkentään. Testausvai‐
heessa testiympäristöön liitetään Ethernet‐kytkin, joka liitetään MPLS‐reitittimeen. 
laitteisiin.  Kuvio 33 esittää Ethernet‐kohteen arkkitehtuurin. 
 
Kuvio 33. Ethernet‐kohteen arkkitehtuuri 
 
5.2.1 Kytkimen konfigurointi 
Kytkimen konfiguraatio aloitetaan määrittelemällä laitteelle sijainti ja yhteyshenkilö 
sekä määrittämällä autentikaatio käyttämään laitteen sisäistä tietokantaa (kts. Kuvio 
34).  
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Kuvio 34. Kytkimen aloituskonfiguraatio 
Jatketaan konfiguraatiota asettamalla silmukan havainnointi päälle kaikkiin asia‐
kasportteihin. Luodaan laitteeseen asiakas‐VLAN sekä hallinta‐VLAN. Hallinta‐VLAN 
lisätään uplink‐porttiin leimattuna, kun taas asiakas‐VLAN lisätään downlink‐porttei‐
hin eli asiakasportteihin leimaamattomana (kts. Kuvio 35). 
 
Kuvio 35. Kytkimen VLAN:it 
 
Seuraavaksi lisätään portteihin oikeat Port VLAN id:t eli PVID:it. Uplink‐porttiin lisä‐
tään hallinta‐VLAN PVID:ksi ja asiakasportteihin asiakas‐VLAN (kts. Kuvio 36). 
 
 
Kuvio 36. PVID 
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Tämän jälkeen konfiguroidaan kytkimeen DHCP‐optio 82 päälle, määritetään uplink‐
portti DHCP‐relayksi, asetetaan DHCP‐snooping päälle kaikkiin portteihin ja otetaan 
pois käytöstä DHCP‐snooping hallinta‐VLAN:sta (kts. Kuvio 37), sillä sen IP‐osoite on 
staattinen.  
 
Kuvio 37. Kytkimen DHCP ‐konfiguraatio 
 
Jotta kytkimeen saadaan etäyhteys, täytyy siihen konfiguroida layer‐3 IP‐osoite. Kyt‐
kimessä täytyy ensin siirtyä erilliseen config‐router‐tilaan. Tämän jälkeen lisätään up‐
link porttiin sekä hallinta‐VLAN että IP‐osoite (kts. Kuvio 38). 
 
Kuvio 38. Layer‐3 konfiguraatio 
 
Jatketaan konfiguraatiota ottamalla käyttöön Network Time Protocol (NTP) ja asetta‐
malla yrityksen NTP‐palvelimen osoite sekä aikavyöhyke testikytkimeen. Otetaan 
käyttöön myös etäyhteys Secure Shellin (SSH) sekä graafisen käyttöliittymän, Graphi‐
cal User Interface (GUI), kautta (kts. Kuvio 39).  
 
Kuvio 39. NTP + Hallinta 
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Ethernet‐kytkimessä asiakkaan portin oletusnopeudet ovat 10M, 100M tai 1000M, 
joten osa palvelutuotteista täytyy tehdä QoS‐parametreilla.   
Ylävirtaan rajaus onnistuu yhdellä komennolla, missä määritellään liikenteen yläraja 
sekä sallittu ylimenevä purskettainen liikenne, mikä on 1000000 kbit/s.  Alavirtaan 
rajaukseen tarvitaan useampia komentoja, että rajaus onnistuu. Ensiksi täytyy luoda 
QoS‐policer, missä määritetään linkin standardi kaista, sallittu purskettainen liikenne 
sekä sallittu purskettainen liikenne, mikä merkitään ja palvellaan mikäli kaistaa on va‐
paana. Tämän jälkeen tehdään access‐list (ACL), missä määritellään, että kaikki lii‐
kenne täsmää ja sidotaan se asiakkaan porttiin. Lopuksi määritellään sisään tuleva lii‐
kenne käyttämään luotua ACL:iä ja sen sääntöä sekä luotua QoS‐policeria (kts. Kuvio 
40). 
 
Kuvio 40. Kytkimen palveluprofiilin luominen  
 
Portin nopeus ylävirtaan on 50Mbit/s, kun taas alavirtaan 20Mbit/s sekä sallittu purs‐
kettainen maksimi on 2,56Mbit/s. 
Lopuksi asiakkaan tunnistamista varten lisätään kaikkiin asiakasportteihin käyttöön 
DHCP‐optio 82, sekä lisätään porttiin tarvittavat tiedot (kts. Kuvio 41). 
 
Kuvio 41. Asiakkaan tunnistaminen kytkimellä 
 
Kytkimen konfiguraatio on valmis asennusta varten.  
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5.2.2 Liittäminen runkoverkkoon 
Taloyhtiöihin menevät laitteet kytketään runkoverkon laitteiden aktiiviethernet‐port‐
teihin. Runkoverkon laitteen porttiin kytketään 20 km 1310/1550 nm ‐laseri, mihin 
taloyhtiöstä tuleva kuitu liitetään SC/APC‐liittimellä. 
5.2.3 Huoneistojen liittäminen  
Kytkin asennetaan testiympäristossä olevaan räkkiin ja sen uplink‐porttiin, kytketään 
laitetilan laserin vastapari eli 20 km 1550/1310 nm laseri sekä LC/UPC‐liittimellä va‐
rustettu kuitu. Kuvio 42 esittää kytketyn Ethernet‐kytkimen.  
 
 
Kuvio 42. Ethernet‐kytkin 
 
Tässä vaiheessa voidaan testata asennuksen toimivuus. Liitetään RJ‐45‐liitin tietoko‐
neeseen ja kun internetyhteys on saatu, siirrytään http://ksvv.speedtest.net/‐sivus‐
tolle ja ajetaan nopeustesti. Kuvio 43 osoittaa, että nopeustestin tulos vastaa porttiin 
luotua profiilia. 
 
Kuvio 43. Onnistunut 50 Mbit/s‐testi 
 
45 
 
 
Nopeuden testaamisen jälkeen varmistetaan vielä syslog‐palvelimelta, että asiakkaan 
tunnistamista varten tehdyt optio 82‐konfiguraatiot toimivat. Kuvio 44 esittää syslog‐
palvelimelta, missä näkyy Circuit ID‐kentässä porttiin syötetty optio 82‐tunniste.  
 
Kuvio 44. Optio 82‐testi 
 
Konfiguraatioilla saadaan luotua hallinta ‐ja asiakasyhteydet ja niillä pystytään to‐
teuttamaan kaikki toimeksiantajan palvelutuotteet. Näiden lisäksi niillä pystytään 
vastaamaan viranomaisvaatimuksiin muun muassa liittyen asiakkaiden tunnistami‐
seen.  
Täten voidaan todeta, että asennus on onnistunut.  
5.3 Parannusehdotukset 
Luotu konfiguraatio saatiin toimimaan ja testattua. Testauksessa asiakkaiden tunnis‐
tamiseen käytetty optio 82‐kenttä määrittely poikkeaa laitteiden välillä. Jatkossa tun‐
nistamiseen olisi suositeltavaa tehdä määrittely, missä kaikissa laitteissa olisi tunniste 
muotoa katuosoite huoneiston numero, postinumero, kunta.  
Myöskin konfiguraatio‐virheiden määrä on Command‐Line Interfacella (CLI) suuri. 
Kun valmistajan keskitetty hallinta saadaan käyttöön, niiden määrä luultavasti vähe‐
nee, kun päästään tekemään GUI:n avulla määritykset.  
Dokumentaation kehittäminen jatkuu tehtyjen asennusten kasvaessa. Asennukset 
tullaan toteuttamaan hyvin todennäköisesti paikallisilla urakoitsijoilla eri kunnissa, 
minkä vuoksi on erittäin tärkeää luoda tarkka asennusohje asennuksien laadun ta‐
kaamiseksi.  
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6 Yhteenveto 
Mielestäni työssä valitut laitteet ja tehdyt asennukset täyttivät toimeksiantajan 
antamat vaatimukset. Aktiivilaitteet valittiin samalta valmistajalta, mikä 
yhdenmukaistaa liityntäverkon toteutuksen ja mahdollistaa laitteiden keskitetyn 
hallinnan yhdellä ohjelmistolla.  
Laitteiden valinta toteutettiin hyvässä yhteistyössä toimeksiantajan kanssa ja tämän 
vaatimusten perusteella. Valintaan vaikuttivat tehdyt vertailut sekä toimittajan 
toiminnasta saatu hyvä asiakaspalvelukokemus.  
Koska en ollut itse ennen käyttänyt valittuja laitteita, oli alussa hieman hankaluuksia 
konfiguraation kanssa. Tähän saatiin onneksi toimittajalta asiantuntevaa ja nopeaa 
ohjeistusta. Toimittajan ohjeiden avulla saatiin luotua laitteita varten hyvä 
peruskonfiguraatio, minkä voi syöttää kaikkiin laitteisiin vaihtamalla paria 
perusarvoa, kuten IP‐osoitetta.  
Testiympäristössä toteutetut testausasennukset sujuivat osaltani hyvin. Asennusten 
aikana opin paljon käytännön asioita teoriatiedon rinnalle. Oppeihin kuuluivat muun 
muassa telco‐kaapelin kytkeminen krone‐rimaan sekä krone‐riman kytkeminen 
taloyhtiön jakorimaan. Myös uuden laitevalmistajan laitteiden konfiguraatio laajensi 
osaamistani silläkin osa‐alueella. 
Työssä opin paljon valokuituverkon toteutuksesta aina runkokaapeloinnista 
jakamoon tulevaan häntäkuituun asti. Erityisesti opin siitä, minkä tyyppisiä kuituja ja 
liittimiä tulee mihinkin kohtaan verkkoa.  
Työstä jäi valitettavasti pois laitevalmistajan keskitetyn hallinnan ohjelmiston‐osio, 
koska emme saaneet hallintasovellusta ajoissa työtä varten. Tämä olisi ollut mukava 
lisä työhön, koska tällöin olisin saanut kaksi erilaista konfiguraatiotapaa esitetettyä. 
Tämän parissa työtä jatketaan hetikun ohjelmisto saadaan asennettua.  
Loppujen lopuksi olen työhön tyytyväinen. Valitut laitteet saatiin nopeasti toimimaan 
ja niihin rakennettiin hyvät peruskonfiguraatiot. Toimeksiantajalle luotiin 
yksinkertainen ja tehokas asennusprosessi, millä saadaan jatkossakin helposti 
asennukset toteutettua tehokkaasti ja hallitusti.  Suuria ongelmia ei toteutuksessa 
ollut ja pienet ongelmat saatiin ratkaistua ilman lisäongelmien syntymistä. Kaiken 
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lisäksi sain paljon uutta käytännön opetusta sekä teoriatietoa 
operaattoritoiminnasta. 
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Liitteet 
Liite 1. Kytkin running‐config 
  Software version: V2.05.12B27 
  Switch's Mac Address: 0c.12.62.be.99.1c 
  syslocation KSVV_Varasto 
  syscontact markus.turunen@ksvv.fi 
  promptlen 32 
  create user admin admin 
  set user local admin login‐password B612AD6F2259089A79740AD7CB5A38BF 
  set user local admin admin‐password DEAEE460BA699691C2690ABD236A4E31 
  create user XXX admin 
  set user local XXX login‐password 0EBF46FF6FA390E4 
  create user XXX admin 
  set user local XXX login‐password 1C42661319843EE89020988379F316AD 
  set user local XXX admin‐password 1C42661319843EE8E858AD19547DEDF6 
  create user XXX admin 
  set user local XXX login‐password 0EBF46FF6FA390E4 
  set user local XXX admin‐password 96144ACB394B4E9E73E526EB6C0CBAF3 
  line‐vty timeout 10 
  set loginauth local 
  set port statistics mode ingress 
  set port 1 speed 10 
  set port 1 pvid XXX 
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  set port 2 pvid XXX 
  set port 3 pvid XXX 
  set port 4 pvid XXX 
  set port 5 pvid XXX 
  set port 6 pvid XXX 
  set port 7 pvid XXX 
  set port 8 pvid XXX 
  set port 9 pvid XXX 
  set port 10 pvid XXX 
  set port 11 pvid XXX 
  set port 12 pvid XXX 
  set port 13 pvid XXX 
  set port 14 pvid XXX 
  set port 15 pvid XXX 
  set port 16 pvid XXX 
  set port 17 pvid XXX 
  set port 18 pvid XXX 
  set port 19 pvid XXX 
  set port 20 pvid XXX 
  set port 21 pvid XXX 
  set port 22 pvid XXX 
  set port 23 pvid XXX 
  set port 24 pvid XXX 
  set port 25 pvid XXX 
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  create vlan XXX name hallinta 
  create vlan XXX name AsiakasVLAN 
  set vlan XXX add port 1 untag 
  set vlan XXX add port 2 untag 
  set vlan XXX add port 3 untag 
  set vlan XXX add port 4 untag 
  set vlan XXX add port 5 untag 
  set vlan XXX add port 6 untag 
  set vlan XXX add port 7 untag 
  set vlan XXX add port 8 untag 
  set vlan XXX add port 9 untag 
  set vlan XXX add port 10 untag 
  set vlan XXX add port 11 untag 
  set vlan XXX add port 12 untag 
  set vlan XXX add port 13 untag 
  set vlan XXX add port 14 untag 
  set vlan XXX add port 15 untag 
  set vlan XXX add port 16 untag 
  set vlan XXX add port 17 untag 
  set vlan XXX add port 18 untag 
  set vlan XXX add port 19 untag 
  set vlan XXX add port 20 untag 
  set vlan XXX add port 21 untag 
  set vlan XXX add port 22 untag 
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  set vlan XXX add port 23 untag 
  set vlan XXX add port 24 untag 
  set vlan XXX,XXX add port 25 tag 
  set vlan XXX add port 26 tag 
  set vlan XXX enable 
  set vlan XXX enable 
  set qos traffic‐shaping ge‐port 1 data‐rate 10 burst‐size 1000 
  set qos traffic‐shaping ge‐port 2 data‐rate 100 burst‐size 1000 
  set qos traffic‐shaping ge‐port 3 data‐rate 20 burst‐size 1000 
  set qos traffic‐shaping ge‐port 5 data‐rate 1000 burst‐size 1000 
  set qos traffic‐shaping ge‐port 8 data‐rate 50 burst‐size 1000 
  set qos traffic‐shaping ge‐port 12 data‐rate 50 burst‐size 1000 
  set qos policer 1 mode blind cir 20000 cbs 128000 ebs 256000 
  set qos policer 2 mode blind cir 100000 cbs 128000 ebs 256000 
  set qos policer 3 mode blind cir 20000 cbs 128000 ebs 256000 
  set qos policer 4 mode blind cir 10000 cbs 128000 ebs 256000 
  set qos policer 5 mode blind cir 200000 cbs 128000 ebs 256000 
  set qos policer 1 exceed‐action red drop yellow no‐operation 
  set qos policer 2 exceed‐action red drop yellow no‐operation 
  set qos policer 3 exceed‐action red drop yellow no‐operation 
  set qos policer 4 exceed‐action red drop yellow no‐operation 
  set qos policer 5 exceed‐action red drop yellow no‐operation 
  set ntp enable 
  set ntp server X.X.X.7 version 3 
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  set ntp timezone 2 
  set dhcp snooping‐and‐option82 enable 
  set dhcp port 25 server 
  set dhcp snooping add port 1‐25 
  set dhcp snooping port 1‐24 quota 1 
  set dhcp option82 add port 1‐25 
  set dhcp option82 sub‐option port 1 circuit‐ID on manual Asiakastiedot 
  set dhcp option82 sub‐option port 2 circuit‐ID on manual Asiakastiedot 
  set dhcp option82 sub‐option port 3 circuit‐ID on manual Asiakastiedot 
  set dhcp option82 sub‐option port 4 circuit‐ID on manual Asiakastiedot 
  set dhcp option82 sub‐option port 5 circuit‐ID on manual Asiakastiedot 
  set dhcp snooping vlan XXX disable 
  set loopdetect port 1 enable 
  set loopdetect port 1 vlan XXX enable 
  set loopdetect port 1 vlan XXX enable 
  set loopdetect port 2 enable 
  set loopdetect port 2 vlan XXX enable 
  set loopdetect port 2 vlan XXX enable 
  set loopdetect port 3 enable 
  set loopdetect port 3 vlan XXX enable 
  set loopdetect port 3 vlan XXX enable 
  set loopdetect port 4 enable 
  set loopdetect port 4 vlan XXX enable 
  set loopdetect port 4 vlan XXX enable 
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  set loopdetect port 5 enable 
  set loopdetect port 5 vlan XXX enable 
  set loopdetect port 6 enable 
  set loopdetect port 6 vlan XXX enable 
  set loopdetect port 7 enable 
  set loopdetect port 7 vlan XXX enable 
  set loopdetect port 8 enable 
  set loopdetect port 8 vlan XXX enable 
  set loopdetect port 9 enable 
  set loopdetect port 9 vlan XXX enable 
  set loopdetect port 10 enable 
  set loopdetect port 10 vlan XXX enable 
  set loopdetect port 11 enable 
  set loopdetect port 11 vlan XXX enable 
  set loopdetect port 12 enable 
  set loopdetect port 12 vlan XXX enable 
  set loopdetect port 13 enable 
  set loopdetect port 13 vlan XXX enable 
  set loopdetect port 14 enable 
  set loopdetect port 14 vlan XXX enable 
  set loopdetect port 15 enable 
  set loopdetect port 15 vlan XXX enable 
  set loopdetect port 16 enable 
  set loopdetect port 16 vlan XXX enable 
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  set loopdetect port 17 enable 
  set loopdetect port 17 vlan XXX enable 
  set loopdetect port 18 enable 
  set loopdetect port 18 vlan XXX enable 
  set loopdetect port 19 enable 
  set loopdetect port 19 vlan XXX enable 
  set loopdetect port 20 enable 
  set loopdetect port 20 vlan XXX enable 
  set loopdetect port 21 enable 
  set loopdetect port 21 vlan XXX enable 
  set loopdetect port 22 enable 
  set loopdetect port 22 vlan XXX enable 
  set loopdetect port 23 enable 
  set loopdetect port 23 vlan XXX enable 
  set loopdetect port 24 enable 
  set loopdetect port 24 vlan XXX enable 
  create view zteView include 1.3.6.1 
  set ipport 0 X.X.X2 255.255.255.0 
  set ipport 0 vlan 1 
  set ipport 0 enable 
  set ipport 25 ipaddress X.X.X.3 255.255.255.0 
  set ipport 25 vlan XXX 
  set ipport 25 enable 
  iproute 0.0.0.0 0.0.0.0 X.X.X.1 
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  set ssh enable 
  set web enable 
  config ingress‐acl basic number 1 
  rule 1 permit any 
  exit 
  config ingress‐acl basic number 2 
  rule 1 permit any 
  exit 
  config ingress‐acl basic number 3 
  rule 1 permit any 
  exit 
  config ingress‐acl basic number 5 
  rule 1 permit any 
  exit 
  config ingress‐acl basic number 6 
  rule 6 permit any 
  exit 
  config ingress‐acl basic number 8 
  rule 8 permit any 
 exxit 
  set port 1 acl 1 enable 
  set port 2 acl 2 enable 
  set port 3 acl 3 enable 
  set port 5 acl 1 enable 
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  set port 6 acl 1 enable 
  set port 7 acl 1 enable 
  set port 8 acl 8 enable 
  set port 10 acl 5 enable 
  set policy policing in acl 1 rule 1 policer 1 
  set policy policing in acl 2 rule 1 policer 2 
  set policy policing in acl 3 rule 1 policer 3 
  set policy policing in acl 5 rule 1 policer 1 
  set policy policing in acl 8 rule 8 policer 1 
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Liite 2. DSLAM running‐config 
add‐card VSTDN 1 
add‐card ASTEC 2 
end 
configure 
 system hostname Varasto_testi_DSLAM 
 vdsl2‐base‐profile 100_100 
 startup vdsl2‐base‐profile 100_100  XtuTransSysEna 0000000000000040 Standard‐
Pro                                                                                                             file 01000000 Limit‐
Mask 00000000000000000001000000000000 
 vdsl2‐base‐profile 17A 
 vdsl2‐base‐profile 30a 
 startup vdsl2‐base‐profile 30a  StandardProfile 01000000 LimitMask 000000000000                       
00000002000000000000 
 vdsl2‐base‐profile VBASEDEF.PFR 
 vdsl2‐upbo‐profile 100_100 
 startup vdsl2‐upbo‐profile 100_100 UpboKLF 1 
 vdsl2‐dpbo‐profile 100_100 
 startup vdsl2‐dpbo‐profile 100_100  DpboEPsd 
0021740041500100500178640200670333                                                                                                   
6c035b7704c07504dd7007a9740cb8780ff1780000000000000000000000000000000
00000000000                                                                                                             
00000000000000000000000000000000000000000000000000000000000000000000
0000000000 
 vdsl2‐service‐profile 100M 
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 startup vdsl2‐service‐profile 100M  Ch1MaxDataRateDs 100000 Ch1MaxDataRateUs 
10                                                                                                             0000 
 vdsl2‐service‐profile 100_100 
 vdsl2‐service‐profile 10M 
 startup vdsl2‐service‐profile 10M  Ch1MaxDataRateDs 10000 Ch1MaxDataRateUs 
10000 
 vdsl2‐service‐profile 20M 
 startup vdsl2‐service‐profile 20M  Ch1MaxDataRateDs 20000 Ch1MaxDataRateUs 
10000 
 vdsl2‐service‐profile 50M 
 startup vdsl2‐service‐profile 50M  Ch1MaxDataRateDs 50000 Ch1MaxDataRateUs 
20000 
 add‐vlan XXX,XXX,132‐179,XXX 
 vlan XXX name "Hallinta" 
 vlan XXX name "AsiakasDHCP" 
 vlan XXX 1/1‐3 untag pvc 1 
 vlan 156 2/1 untag pvc 1 
 vlan 157 2/2 untag pvc 1 
 vlan 158 2/3 untag pvc 1 
 vlan XXX 2/4 untag pvc 1 
 vlan 160 2/5 untag pvc 1 
 vlan 161 2/6 untag pvc 1 
 vlan 162 2/7 untag pvc 1 
 vlan 163 2/8 untag pvc 1 
 vlan 164 2/9 untag pvc 1 
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 vlan 165 2/10 untag pvc 1 
 vlan 166 2/11 untag pvc 1 
 vlan 167 2/12 untag pvc 1 
 vlan 168 2/13 untag pvc 1 
 vlan 169 2/14 untag pvc 1 
 vlan 170 2/15 untag pvc 1 
 vlan 171 2/16 untag pvc 1 
 vlan 172 2/17 untag pvc 1 
 vlan 173 2/18 untag pvc 1 
 vlan 174 2/19 untag pvc 1 
 vlan 175 2/20 untag pvc 1 
 vlan 176 2/21 untag pvc 1 
 vlan 177 2/22 untag pvc 1 
 vlan 178 2/23 untag pvc 1 
 vlan 179 2/24 untag pvc 16 
 vlan XXX 2/1 untag pvc 1 
 vlan XXX 5/1 tag 
 vlan 132 5/1 tag 
 vlan 133 5/1 tag 
 vlan 134 5/1 tag 
 vlan 135 5/1 tag 
 vlan 136 5/1 tag 
 vlan 137 5/1 tag 
 vlan 138 5/1 tag 
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 vlan 139 5/1 tag 
 vlan 140 5/1 tag 
 vlan 141 5/1 tag 
 vlan 142 5/1 tag 
 vlan 143 5/1 tag 
 vlan 144 5/1 tag 
 vlan 145 5/1 tag 
 vlan 146 5/1 tag 
 vlan 147 5/1 tag 
 vlan 148 5/1 tag 
 vlan 149 5/1 tag 
 vlan 150 5/1 tag 
 vlan 151 5/1 tag 
 vlan 152 5/1 tag 
 vlan 153 5/1 tag 
 vlan 154 5/1 tag 
 vlan 155 5/1 tag 
 vlan 156 5/1 tag 
 vlan 157 5/1 tag 
 vlan 158 5/1 tag 
 vlan XXX 5/1 tag 
 vlan 160 5/1 tag 
 vlan 161 5/1 tag 
 vlan 162 5/1 tag 
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 vlan 163 5/1 tag 
 vlan 164 5/1 tag 
 vlan 165 5/1 tag 
 vlan 166 5/1 tag 
 vlan 167 5/1 tag 
 vlan 168 5/1 tag 
 vlan 169 5/1 tag 
 vlan 170 5/1 tag 
 vlan 171 5/1 tag 
 vlan 172 5/1 tag 
 vlan 173 5/1 tag 
 vlan 174 5/1 tag 
 vlan 175 5/1 tag 
 vlan 176 5/1 tag 
 vlan 177 5/1 tag 
 vlan 178 5/1 tag 
 vlan 179 5/1 tag 
 vlan XXX 5/1 tag 
end 
voice 
 h248 mgc add mgcid 1 mgcip 192.168.1.250 mgctype 1 mgcport 2944 
 h248 mg add mgid 1 mgport 2944 
end 
configure 
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 ip host X.X.X101 255.255.0.0 
 ip X.X.X.39 255.255.255.0 99 name "hallinta" 
 ip route 0.0.0.0 0.0.0.0 X.X.X.1 
 port‐location dhcp‐option82 enable 
 port‐location flexible‐syntax KSVV "cid:{[userinfo_name]}" 
end 
configure interface vdsl 1/1 
   vdsl2 service‐profile 50M 
   dhcp‐option82 enable 
   dhcp‐option82 trust true 
   port‐location format flexible‐syntax dhcp KSVV pppoe KSVV 
   dhcp‐snooping‐limit 1 
   pvid XXX pvc 1 
   user‐info 
   testi 1 
   puistokatu 2 
   100m 
   testi 
end 
configure interface vdsl 1/2 
   atm pvc 1 vpi 0 vci 100 common 
   vdsl2 base‐profile 30a 
   vdsl2 service‐profile 50M 
   igmp groups‐limit 8 
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   dhcp‐option82 enable 
   port‐location format flexible‐syntax dhcp KSVV pppoe KSVV 
   dhcp‐snooping enable 
   dhcp‐snooping‐limit 1 
   dhcp‐source‐guard  enable  pvc 1 
   pvid XXX pvc 1 
   max‐mac‐learn 10 
end 
configure interface vdsl 1/3 
   atm pvc 1 vpi 0 vci 100 common 
   vdsl2 base‐profile 17A 
   vdsl2 service‐profile 50M 
   igmp groups‐limit 8 
   dhcp‐option82 enable 
   port‐location format flexible‐syntax dhcp KSVV pppoe KSVV 
   dhcp‐snooping enable 
   dhcp‐snooping‐limit 1 
   dhcp‐source‐guard  enable  pvc 1 
   pvid XXX pvc 1 
   user‐info 
   testi3 
   varasto 
   testi     
   testi 
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end 
configure interface adsl 2/2 
   pvid 157 pvc 1 
end 
configure interface adsl 2/3 
   pvid 158 pvc 1 
end 
configure interface adsl 2/4 
   pvid XXX pvc 1 
end 
configure interface adsl 2/5 
   pvid 160 pvc 1 
end 
configure interface adsl 2/6 
   pvid 161 pvc 1 
end 
configure interface adsl 2/7 
   pvid 162 pvc 1 
end 
configure interface adsl 2/8 
   pvid 163 pvc 1 
end 
configure interface adsl 2/9 
   pvid 164 pvc 1 
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end 
configure interface adsl 2/10 
   pvid 165 pvc 1 
end 
configure interface adsl 2/11 
   pvid 166 pvc 1 
end 
configure interface adsl 2/12 
   pvid 167 pvc 1 
end 
configure interface adsl 2/13 
   pvid 168 pvc 1 
end 
configure interface adsl 2/14 
   pvid 169 pvc 1 
end 
configure interface adsl 2/15 
   pvid 170 pvc 1 
end 
configure interface adsl 2/16 
   pvid 171 pvc 1 
end 
configure interface adsl 2/17 
   pvid 172 pvc 1 
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end 
configure interface adsl 2/18 
   pvid 173 pvc 1 
end 
configure interface adsl 2/19 
   pvid 174 pvc 1 
end 
configure interface adsl 2/20 
   pvid 175 pvc 1 
end 
configure interface adsl 2/21 
   pvid 176 pvc 1 
end 
configure interface adsl 2/22 
   pvid 177 pvc 1 
end 
configure interface adsl 2/23 
   pvid 178 pvc 1 
end 
configure interface adsl 2/24 
   pvid 179 pvc 1 
end 
voice 
 board board‐slc add slot 1 type ATLC 
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 board board‐slc add slot 2 type ATLC 
 board board‐slc add slot 3 type ATLC 
 board board‐slc add slot 4 type ATLC 
 h248 mg parameter mgid 1 mgcid1 1 
 mguser slc tid add slot 1 beginindex 0 num 10 timfix USER00 type 2 beginno 0 mgid 1 
 mguser slc tid add slot 1 beginindex 10 num 10 timfix USER01 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 1 beginindex 20 num 10 timfix USER02 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 1 beginindex 30 num 10 timfix USER03 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 1 beginindex 40 num 10 timfix USER04 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 1 beginindex 50 num 10 timfix USER05 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 1 beginindex 60 num 4 timfix USER06 type 2 beginno 0 mgid 1 
 mguser slc tid add slot 2 beginindex 0 num 6 timfix USER06 type 2 beginno 4 mgid 1 
 mguser slc tid add slot 2 beginindex 6 num 10 timfix USER07 type 2 beginno 0 mgid 1 
 mguser slc tid add slot 2 beginindex 16 num 10 timfix USER08 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 2 beginindex 26 num 10 timfix USER09 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 2 beginindex 36 num 10 timfix USER10 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 2 beginindex 46 num 10 timfix USER11 type 2 beginno 0 mgid 
1 
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 mguser slc tid add slot 2 beginindex 56 num 8 timfix USER12 type 2 beginno 0 mgid 1 
 mguser slc tid add slot 3 beginindex 0 num 2 timfix USER12 type 2 beginno 8 mgid 1 
 mguser slc tid add slot 3 beginindex 2 num 10 timfix USER13 type 2 beginno 0 mgid 1 
 mguser slc tid add slot 3 beginindex 12 num 10 timfix USER14 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 3 beginindex 22 num 10 timfix USER15 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 3 beginindex 32 num 10 timfix USER16 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 3 beginindex 42 num 10 timfix USER17 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 3 beginindex 52 num 10 timfix USER18 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 3 beginindex 62 num 2 timfix USER19 type 2 beginno 0 mgid 1 
 mguser slc tid add slot 4 beginindex 0 num 8 timfix USER19 type 2 beginno 2 mgid 1 
 mguser slc tid add slot 4 beginindex 8 num 10 timfix USER20 type 2 beginno 0 mgid 1 
 mguser slc tid add slot 4 beginindex 18 num 10 timfix USER21 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 4 beginindex 28 num 10 timfix USER22 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 4 beginindex 38 num 10 timfix USER23 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 4 beginindex 48 num 10 timfix USER24 type 2 beginno 0 mgid 
1 
 mguser slc tid add slot 4 beginindex 58 num 6 timfix USER25 type 2 beginno 0 mgid 1 
 rtp tid add timfix RTP/00 type 3 digitlength 3 beginno 0 mgid 1 
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 epm mode passthrough 
 
