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Con l‟evoluzione della società contemporanea tramite l‟affermarsi delle nuove 
tecnologie, i Paesi, in particolare quelli più sviluppati, hanno percepito la necessità di 
cooperare a livello internazionale per migliorare le condizioni di vita dei minori, 
considerati soggetti cui può mancare una maturità fisica ed intellettuale. Ciò ha spinto ad 
introdurre misure di protezione giuridica, la cui rilevanza è ribadita anche dalla 
Dichiarazione Universale dei diritti dell‟Uomo adottata dall‟Assemblea generale delle 
Nazioni Unite del 1948  e dalla Dichiarazione di Ginevra del 1924.   
Più in particolare, la Convenzione internazionale dei diritti del fanciullo, siglata a 
New York e ratificata in Italia con Legge del 27 Maggio1991, garantisce al minore la 
possibilità di esprimersi liberamente, di poter ricercare, ricevere o divulgare informazioni 
ed idee di ogni specie, indipendentemente dalle frontiere, in forma scritta, orale o con ogni 
altro mezzo idoneo. 
Questi principi vengono in seguito resi effettivi con la ratifica della Convenzione di 
Strasburgo sull‟esercizio dei diritti dei minori del 1996, la quale: 
1) mira a salvaguardare tutti i diritti del minore; 
2) promuove il riconoscimento dei diritti processuali che conseguono alla titolarità 
dei diritti sostanziali della persona, poiché tutti - anche i fanciulli – devono veder tutelata 
la propria persona, le proprie idee ed azioni; 
3) contrasta la posizione di debolezza del bambino con la facilitazione 
dell‟esercizio dei diritti processuali attraverso l‟azione del legale rappresentante. 
Nella nostra analisi prenderemo in considerazione le prerogative del 
contraente/consumatore telematico e, in particolare, il diritto del minore di accedere al 
mondo virtuale ed il suo bilanciamento con la necessità che l‟ordinamento giuridico tuteli 
e vigili sul suo benessere sociale, morale, sulla sua salute fisica e mentale. 
Per poter meglio capire l‟ambito in cui opera il minore in Internet e lo spazio di tutela 
che può essergli riservato, è necessario muovere da un excursus sul concetto di commercio 
elettronico, individuando le varie tipologie di e-commerce e come il soggetto 
(segnatamente, il minore) possa concludere un contratto telematico.  
Analizzeremo, inoltre, da altra angolatura, le tutele previste dalla legge per il 
consumatore e le informazioni preliminari che è indispensabile fornire a quest‟ultimo 
affinché possa prendere le sue decisioni di consumo in modo realmente consapevole, così 
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da verificare al contempo se tali tutele siano sufficienti qualora il consumatore sia un 
soggetto minorenne.  
Attenzione dovrà inoltre essere riservata alle pratiche commerciali considerate 
scorrette, che i professionisti applicano nei confronti dei consumatori per ottenere un 
indebito vantaggio e che tanto più gravi debbono essere reputate qualora il consumatore 
sia anche un minorenne. 
In particolare, analizzeremo i seguenti problemi: 
a) l‟applicabilità o meno della normativa civilistica alla contrattazione on line e, in 
particolare, l‟annullabilità del contratto telematico, qualora questo sia concluso da un 
soggetto minorenne; 
b) l‟applicabilità o meno della normativa del Codice del Consumo, non solo con 
riferimento alle informazioni preliminari da fornire al consumatore, ma anche alle clausole 
vessatorie inserite nel contratto predisposto unilateralmente dal professionista e al divieto 
di pratiche commerciali scorrette; 
c) le responsabilità contrattuali ed extracontrattuali a carico del provider che 
fornisce servizi della società dell‟informazione e come esse si atteggiano qualora la 
controparte e/o il soggetto danneggiato sia un minore; e quelle a carico del minore qualora 
sia egli stesso a divenire autore di un fatto illecito utilizzando tali servizi e, comunque, 
tramite Internet; 
d) la tutelabilità dell‟identità e della riservatezza nella rete, con riferimento 
soprattutto all‟applicabilità della normativa relativa al Codice della Privacy e al problema 
dei sistemi di filtraggio che possono utilizzare i genitori affinché i figli navighino in modo 
sicuro accedendo a siti con contenuti adeguati alle loro esigenze e caratteristiche. 
Tutte le problematiche fin qui esposte evidenziano l‟importanza del ruolo svolto dalle 
norme europee e dall‟autoregolamentazione degli operatori professionali, derivante 
dall‟emanazione di codici di condotta, al fine di rendere il più omogenea possibile la tutela 
del minore nella realtà virtuale, andando ad evidenziare come poter contrastare le varie 
pratiche commerciali considerate scorrette che i professionisti applicano nei confronti dei 
consumatori per ottenere un indebito vantaggio. 
In particolare è stato introdotto un codice di co-regolamentazione rivolto 
principalmente ai minori, denominato “Codice Internet minori”, il cui obbiettivo è aiutare 
non solo il minore, ma anche il rappresentante legale, che si identifica di norma nella 
figura del genitore, ad un uso corretto e consapevole della Rete, predisponendo tutele atte a 
prevenire danni nei confronti di tali soggetti deboli.  
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L‟adozione di codici di condotta è confermata dall‟art. 27 bis del D.lgs. 206/2005, il 
quale dispone che le associazioni imprenditoriali o professionali, in relazione ad una o più 
pratiche commerciali, possano adottare codici di condotta che definiscano il 
comportamento dei professionisti.  
Tali codici devono essere resi accessibili, da parte dell‟organismo responsabile, al 
consumatore, anche per via telematica, e devono essere finalizzati a garantire la protezione 
del minore e la salvaguardia della dignità umana. Devono inoltre essere comunicati per la 
relativa adesione agli operatori dei rispettivi settori e conservati e aggiornati dal 





















Con lo sviluppo di Internet
1
, rete delle reti, gli utenti di questa nuova tecnologia 
hanno sentito l‟esigenza di scambiare tra loro non solo idee, immagini o suoni, ma anche 
di inserire in rete vere e proprie vetrine virtuali o e-shop; da qui la necessità di definire non 
solo il commercio elettronico in tutte le sue forme ma anche di introdurre una disciplina 
normativa a cui fare riferimento. 
Una prima definizione di commercio elettronico è stata introdotta dall‟Unione 
Europea nella Comunicazione della Commissione al Parlamento COM (97) n.157, secondo 
la quale il commercio elettronico consiste nello svolgimento di attività commerciali e di 
transazioni per via elettronica, comprendendo attività quali: la commercializzazione di 
beni e servizi per via elettronica, la distribuzione on-line di contenuti digitali, 
l‟effettuazione per via elettronica di operazioni finanziarie e di borsa, gli appalti pubblici 
per via elettronica ed altre procedure di tipo transattivo delle Pubbliche Amministrazioni. 
Con la Direttiva 2000/31/CE il commercio elettronico viene circoscritto ai servizi 
della società dell‟informazione2, ovvero qualsiasi servizio normalmente prestato dietro 
retribuzione, a distanza, senza la presenza simultanea delle parti, per via elettronica, con 
riferimento esclusivo alla comunicazione e a richiesta individuale di un destinatario di 
servizi. 
                                                 
1 Internet nasce come Arpanet tra la fine degli anni 60‟ e l‟inizio degli anni 70‟ grazie agli studi ARPA, 
finanziati dal Ministero della Difesa degli Stati Uniti. Questi era interessato a realizzare uno strumento di 
comunicazione al fine di garantire il collegamento tra le strutture militari. Oggi la Rete non è più uno 
strumento di elité ma è divenuto dagli anni 90‟ strumento a disposizione dei consumatori. L‟aggregazione 
spontanea di banche dati di tutto il mondo, pubbliche e private, collegate tra loro attraverso reti di reti 
utilizzanti un protocollo di telecomunicazioni uniforme, ha dato luogo al fenomeno denominato Internet. 
Dunque con la parola Internet s‟intende l‟insieme delle reti locali che si collegano tra di loro ed adottano un 
linguaggio comune (c.d. protocollo di comunicazione). D.VALENTINO, Manuale di Diritto 
dell’informatica, Napoli, 2004, p.7. Quando si parla di World Wide Web (“www”) si intende invece una 
struttura architettonica composta da risorse attribuite su migliaia di macchine nel mondo, accessibili 
attraverso un‟applicazione di tipo client denominata browser. Cfr. M. FARINA, Le regole dei nomi di 
dominio,in Diritto e Nuove Tecnologie, 2007, p.170. 
2 Secondo l‟art.2 della D.lgs. n. 70/2003 sono servizi della società dell‟informazione, le attività economiche 




Questo nuovo fenomeno mette in evidenza vari vantaggi di ordine economico e 
concorrenziale, quali: 
a) miglioramento dell‟efficacia aziendale verso l‟esterno; 
b) miglioramento della qualità del servizio offerto al cliente; 
c) ristrutturazione dei processi aziendali automatizzando gli ordini e le transazioni, 
riducendo così i tempi di attesa dei clienti; 
d) la rete diventa un vero e proprio canale di vendita, dove gli utenti possono 
effettivamente selezionare ed acquistare i prodotti necessari per soddisfare i loro bisogni.  
 
 
1.2 Cenni storici sull’e-commerce 
 
Le origini dell‟e-commerce risalgono ai primi anni „70 nell‟Electronic Data 
Interchange (E.D.I.)
3
, sistema che consente il trasferimento di informazioni e documenti 
commerciali in un formato elettronico. Creato dalle imprese di trasporto, divenne molto 
importante nelle industrie in cui circolavano volumi molto elevati di scorte (come le 
industrie alimentari e automobilistiche). 
L‟E.D.I. era un modo molto semplice per automatizzare gli acquisti, i venditori al 
dettaglio di solito lo usavano per permettere ai propri magazzini di raggiungere i fornitori 
direttamente nel loro database. 
Tale sistema era supportato da reti di telecomunicazione private e sicure, che 
richiedevano costi elevati, in quanto era necessaria una linea di connessione tra i partner 
della transazione, che in molti casi risultava difficile dato l‟utilizzo di diversi database. Un 
ulteriore svantaggio era il fatto che il venditore e il compratore non potevano negoziare e 
discutere sul prezzo delle merci, ma potevano solo accettare i termini dati della 
transazione. 
A causa di questi svantaggi l‟E.D.I. è rimasto a lungo alla portata esclusiva dalle 
grandi imprese. 
Internet è stata la risposta a tali problematiche visto che è conveniente, facile da 
usare, può arrivare ovunque e tutti possono utilizzarlo. In questo modo le imprese 
velocizzano in modo sicuro il rapporto con i partner ed i fornitori, così da poter trovare 
acquirenti e spedire i propri beni rapidamente.  
                                                 
3 M.GOBBATO, La tutela del consumatore:clausole vessatorie, commercio elettronico e codice del 
consumo, Milano, 2007, p.92. 
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Con l‟evolversi di Internet si è affermato il fenomeno del commercio elettronico, il 
quale ha portato ad un inversione dell‟assetto del mercato non più basato sull‟offerta a 
favore del consumatore, essendo spesso quest‟ultimo ad attivarsi ed a visitare le offerte a 
livello globale, confrontarle e, se nel caso, procedere all‟acquisto al prezzo prescelto.  
Proprio l‟inversione dell‟assetto del mercato spinge anche il minore ed essere attivo 
on line e, non di rado, a stipulare accordi contrattuali in Rete, ma anche a sviluppare un 
vero e proprio dialogo nei social network o nelle chat, dove il minore non è più (soltanto) 
un soggetto debole, bensì un attore o meglio autore della rete. 
 
 
1.3 Tipologie di commercio elettronico 
 
Il commercio elettronico sotto il profilo oggettivo può essere distinto in: 
a) indiretto (detto off-line), dove solo l‟accordo è raggiunto telematicamente, 
mentre il trasferimento del bene acquisito dal compratore avviene con i mezzi di trasporto 
tradizionali, (questa tipologia di contratto può avere ad oggetto beni immateriali e 
materiali); 
b) diretto (detto on-line o più comunemente telematico), dove sia la formazione 
dell‟accordo che la sua esecuzione avviene telematicamente, quindi ha ad oggetto solo 
beni immateriali che sono trasferiti attraverso la rete elettronica con il download (esempio: 
l‟acquisto di un  software viene trasferito direttamente sul computer dell‟acquirente, 
scaricando il prodotto).  
Sotto il profilo soggettivo il commercio elettronico si distingue in: 
1) B2B (business to business). Tale modello ha ad oggetto rapporti che si 
svolgono tra due o più imprese, il cui presupposto è il miglioramento dell‟attività 
commerciale ovvero lo scambio di beni e di servizi operato attraverso l‟utilizzo della Rete. 
In questo modo le imprese rimangono sul mercato 24 ore su 24, ottenendo così riduzioni di 
costi e incrementi consistenti dei margini di guadagno; ecco perché svariate e 
autorevolissime stime indicano proprio il B2B come il settore del commercio elettronico 
che sembra destinato al maggior sviluppo nei prossimi anni. Questo tipo di commercio è 
caratterizzato non solo da elevati volumi di affari, ma dalla possibilità di ottenere la 
miglior efficienza della catena di approvvigionamento; ciò significa maggior velocità nella 




2) B2C (business to consumer). È la forma più nota, anche se non la più diffusa, di 
e-commerce ed indica sostanzialmente la fornitura di beni e servizi direttamente all‟utente 
finale e, per quel che rileva nella nostra analisi, all‟utente minorenne. In genere avviene tra 
un professionista che, tramite un sito web, mette a disposizione del consumatore finale un 
insieme di oggetti da acquistare, tutti visionabili da catalogo on line, che quest‟ultimo può 
liberamente inserire o eliminare da un carrello di spesa virtuale, visionandone il contenuto, 
modificandone la quantità, controllandone sia il valore complessivo che quello in 
dettaglio, per poi sottoscrivere uno specifico form compilato con i propri dati. I vantaggi 
sono abbastanza evidenti, visto che l‟azienda può estendere i suoi canali di vendita a costi 
contenuti, mentre i clienti possono fare acquisti senza uscire di casa. Naturalmente vi sono 
anche dei rischi specialmente per il consumatore, il quale dovrà essere tutelato, vista 
soprattutto la sua impossibilità di verificare in concreto ciò che ha acquistato e, dunque, la  
sua intrinseca debolezza contrattuale, che si intensifica qualora il nostro consumatore sia 
un minore di età o comunque un individuo connotato da immaturità psico-fisica. 
3) C2C (consumer to consumer). E‟ la forma più recente di commercio elettronico 
effettuata tra consumatori finali, sta diventando sempre più popolare grazie all‟attivazione 
di numerosi siti che gestiscono aste on line. In questo caso, il sito gestisce l‟ambiente in 
cui gli utenti interagiscono e si registrano, fornendo informazioni necessarie a garantire 
l‟identità dei soggetti coinvolti nella trattativa. Gli importi delle transazioni sono piuttosto 
contenuti, dato che di solito si scambia un solo articolo per volta. I consumatori, nella 
veste di venditore ed acquirente, interagiscono tra loro indicando modalità di pagamento e 
di consegna dei beni acquistati. 
 
 
1.4 Il minore e il commercio elettronico. Perfezionamento, validità ed efficacia 
del contratto telematico. 
 
Prima di approfondire il rapporto tra l‟imprenditore e il minore nell‟ambito delle 
obbligazioni contrattuali è utile porsi il problema se il minore sia in grado di stipulare un 
contratto telematico e, ove ciò sia possibile, individuare le ipotesi in cui il contratto è 





 s‟intende quel contratto stipulato adottando uno schema di 
formazione tradizionale
5
 ma concluso tra due o più soggetti contraenti attraverso la 
trasmissione di dati informatici da computer tra loro connessi, non necessariamente tramite 
web. Esso si perfeziona appunto senza la simultanea presenza fisica delle parti. 
Il contratto telematico, secondo una parte della dottrina
6
, trova la sua ammissibilità 
nel nostro ordinamento tramite l‟art.1322 c.c.7, il quale lascia ampia libertà nella 
determinazione del contenuto contrattuale alle parti, che possono concludere contratti che 
non sono oggetto di una disciplina specifica, purché questi siano volti a realizzare interessi 
ritenuti meritevoli di tutela. 
Altri autori ritengono che il contratto telematico rappresenti una peculiare tecnica di 
conclusione del contratto da ricondurre alla più ampia categoria del contratto concluso tra 
assenti o tra persone lontane già disciplinata dal codice civile
8
. 
Data la tendenza normativa a far convergere il diritto comune dei contratti con quello 
del contratto telematico (ciò è confermato dall‟art. 9, direttiva 2000/31/CE e poi 
dall‟art.13, d.lgs n.70/2003), quest‟ultimo sarà considerato valido ed efficace qualora 
sussistano gli elementi essenziali del contratto indicati dall‟art. 1325 c.c., ossia: 
1. l’accordo tra le parti, inteso come reciproco consenso delle parti in ordine al 
rapporto contrattuale; 
2. la causa, ossia la funzione concreta del contratto, l‟assetto di interessi che 
quest‟ultimo mira a soddisfare; 
3. l‟oggetto del contratto, il quale deve essere lecito, possibile, determinato o 
determinabile; 
4. la forma, quando risulta che è prescritta dalla legge sotto pena di nullità. 
Qualora nel contratto venga a mancare uno di questi requisiti, quest‟ultimo sarà 
considerato nullo. 
                                                 
4 In materia v., P. PACILEO, Contratti on line e pagamenti elettronici, Torino,2010,p.31;  A.STAZI – 
A.GAMBINO, Diritto dell’Informatica e della Comunicazione, Torino,2009,p.109.; D. VALENTINO, 
Diritto dell’Informatica, Napoli, 2004, p.15. 
5 Disciplinato dall‟art.1321 C.C.,Il contratto è l‟accordo tra 2 o più parti, per costituire, regolare o estinguere 
tra loro un rapporto giuridico patrimoniale. 
6 Vedi G.FINOCCHIARIO, Lex mercatoria e commercio elettronico, in Il Contratto Telematico, Trattato di 
Diritto Commerciale e di Diritto Pubblico dell‟Economia, Vol.XXVII, Padova,2002; F.CARINGELLA, 
Studi di diritto civile, Milano,2003, p.2038; P.PACILEO, Contratti on line e pagamenti elettronici, Torino, 
2010,p.31. 
7 Art.1322 C.C. , <<Le parti possono liberamente determinare il contenuto del contratto nei limiti imposti 
dalla legge e dalle norme corporative.>> 
8 Per analisi di tale fattispecie si rinvia a S.CERRUTI, Il contratto telematico, Pozzuoli(NA), 2003,p.19. 
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In particolare, nell‟accordo rilevano due aspetti; in primo luogo, i soggetti, ai quali è 
richiesta non solo la capacità giuridica, affinché possano essere titolari dei rapporti che 
derivano dal contratto, ma anche la capacità legale di agire, affinché possano manifestare 
validamente la volontà di contrarre.  
Rispetto a quest‟ultimo profilo si pone un problema, qualora a stipulare il contratto 
sia un soggetto minorenne che, secondo la legge, è incapace di agire. Infatti, vista la sua 
immaturità psico-fisica, è considerato dall‟ordinamento non in grado di valutare 
adeguatamente le situazioni e di agire di conseguenza; proprio per questo motivo i 
contratti stipulati dal minore di norma sono  invalidi  e, in particolare, annullabili, anche se 
il soggetto non ne ha subito alcun danno.  
Il codice civile prevede, tuttavia, un‟eccezione: nel caso in cui il soggetto abbia 
concluso il contratto con raggiri occultando la sua minore età, il contratto non può essere 
annullato, sebbene la semplice dichiarazione di essere maggiorenne non sia di ostacolo 
all‟impugnabilità dell‟atto (art.1426 c.c.).  
Dunque i contratti conclusi dall‟incapace legale sono di norma annullabili a 
prescindere dall‟esistenza di un pregiudizio economico, salvo che il minore abbia 
dichiarato di essere maggiorenne ed occultato con raggiri la sua minore età. Graverà 
sull‟altro contraente un onere minimo, ossia quello di accertarsi della capacità dei soggetti 
con i quali intende stipulare un contratto effettuando un controllo dei registri dello stato 
civile.  
Naturalmente affinché gli atti compiuti dal minore siano annullati dall‟autorità 
giudiziaria è indispensabile una richiesta effettuata dall‟incapace stesso, una volta divenuto 
maggiorenne, o del suo rappresentante legale; mentre l‟annullamento non potrà avvenire 
su iniziativa dell‟altro contraente. Dal momento della sentenza di annullamento il minore 
ha diritto ad ottenere la restituzione integrale di quanto abbia conferito alla controparte in 
esecuzione del contratto, mentre non è obbligato a restituire la prestazione ricevuta, “se 
non nei limiti in cui è rivolta a suo vantaggio” (art.1443 c.c.).  
Sul tema dell‟annullabilità del contratto stipulato on line dal minore, sarà tuttavia 
opportuno tornare più avanti. 
Anche in materia di contratto telematico, è molto rilevante analizzare la 
manifestazione della volontà contrattuale. Essa, di norma, può distinguersi in: a) accordo 
espresso, ovvero comunicato tramite parole, per iscritto, affidandosi anche ai gesti 
convenzionalmente dotati di un determinato significato; oppure b) un accordo tacito, 
quando non si impiegano segnali (parole o gesti) che abbiano lo scopo di comunicare la 
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volontà, ma ci si comporta in modo che ciò implichi inequivocabilmente la volontà di 
contrarre; per esempio all‟interno di un e-shop, il minore può esprimere la sua volontà 
inserendo nel carrello virtuale gli oggetti che desidera e, successivamente, provvedere al 
loro pagamento.  
 Qualora manchi una manifestazione di volontà minimamente attendibile il contratto è 
da ritenersi nullo: un caso estremo – molto interessante per l‟oggetto del presente lavoro - 
si ha quando a concludere un contratto sia un bambino di pochi anni, il quale è si un 
incapace ma soprattutto si trova nell‟impossibilità di esprimere la volontà a contrarre, così 
determinando la mancanza dell‟accordo e, quindi, la nullità del contratto. 
Oltre all‟accordo, un elemento da prendere in considerazione è la forma del contratto 
telematico, la quale può distinguersi in: 
 atipica9. Nel nostro ordinamento vige infatti il principio generale di libertà della 
forma per cui, di norma, le parti possono scegliere autonomamente in quale forma 
concludere il contratto. Ciò consente ai contraenti di utilizzare il mezzo telematico, ad 
esempio la tecnica del point and click, che è da reputarsi idonea ad integrare la conclusione 
del contratto; tale tipologia è predisposta unilateralmente dal soggetto mediante accesso al 
sito web. 
 tipica10. Essa è necessaria in base alla natura di particolari atti negoziali in cui è 
richiesta la forma scritta ai fini della validità dell‟atto (forma ad substantiam) o a fini 
probatori (ad probationem) e, in questi casi, può assolvere a tali funzioni anche il 
documento informatico
11, nei limiti di quanto prescritto dal Codice dell‟Amministrazione 
digitale. In particolare gli artt. 20 e 21 del CAD precisano che il documento informatico è 
idoneo a soddisfare il requisito della forma scritta e che il suo valore probatorio è 
liberamente valutabile in giudizio, tenuto conto delle sue caratteristiche oggettive di 
qualità, sicurezza, integrità ed immodificabilità,  anche quando il documento non è 
assistito da alcuna firma elettronica. Affinché possa sussistere l‟ulteriore requisito della 
forma ad substantiam, l‟art. 21 al comma 2 bis prevede l‟obbligo di ricorrere alla firma 
                                                 
9 In riferimento da: A.STAZI – A.GAMBINO, Diritto dell’informatica e della comunicazione,Torino, 
2009,p.94; P.PACILEO, Contratti on line e pagamenti elettronici, Torino, 2010, p.61 e ss. 
10 In riferimento, A.STAZI - M.GAMBINO, Diritto dell’informatica e della comunicazione, Torino, 2009, 
p.93 e ss.; P.PACILEO, Contratti on line e pagamenti elettronici, Torino, 2010, p.62. 
11 La nozione di documento informatico è stata introdotta nel nostro ordinamento dall‟art.3 della L.23 
Dicembre 1993, n.547, in materia di criminalità informatica, la quale sancisce che per documento 
informatico si intende qualunque supporto informatico contenente dati o informazioni aventi efficacia 
probatoria o programmi specificamente destinati ad elaborarli.  
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elettronica qualificata o digitale
12
 da apporre al documento informatico, tale che 
quest‟ultimo possa essere equiparato alla scrittura privata di cui all‟art.1350 c.c..  
E‟ chiaro che, se la forma prevista è ad substantiam, la sua mancanza porterà alla 
nullità del contratto.  
Il contratto telematico è da considerarsi nullo, non soltanto nei casi sopra citati ma 
anche quando è contrario a norme imperative, salvo che la legge non disponga 




Sussiste, inoltre, la possibilità, come si accennava poco sopra, che il contratto on line 
sia stipulato da un soggetto minorenne, come del resto questo può avvenire anche nella 
realtà fisica. In questo caso l‟atto è, se ne ricorrono i presupposti, soltanto annullabile. 
Quest‟ultimo aspetto sarà trattato nel proseguo dell‟esposizione.  
Bisogna tuttavia chiedersi, preliminarmente alle questioni sulla validità ed efficacia 
del contratto telematico, come esso si perfezioni
15
. I modi di conclusione sono, in buona 
sostanza, due: 
1) Contratti a comunicazione diretta, in cui lo scambio di manifestazioni di 
volontà avviene attraverso l‟utilizzo di nuovi strumenti di comunicazione quali: 
 E-mail, in cui il luogo di conclusione del contratto è individuato presso la sede 
dell‟impresa, dove viene svolta l‟attività professionale del destinatario dell‟accettazione, 
indipendentemente da dove si trovi il computer o il sito utilizzato.  Dunque,  con 
riferimento  ai contratti perfezionati per posta elettronica, si è ritenuto che non siano 
differenti da un contratto stipulato  via fax o per posta tradizionale
16
, con la conseguenza 
che sia da ritenersi applicabile il tradizionale schema di formazione della volontà, 
mediante lo scambio di proposta ed accettazione dei contraenti, previsto nel codice civile 
(artt. 1326 e ss c.c.). 
                                                 
12 La firma digitale individua quella particolare specie di firma elettronica che utilizza il sistema di 
crittografia a doppie chiavi assimetriche che, associando un informazione al documento informatico ne 
garantisce sia l‟integrità che la provenienza. L‟uso della crittografia e del documento informatico è stata 
introdotta per la prima volta con l‟art.15, L.n.59/97(c.d. Legge Bassanini); successivamente l‟equiparazione 
tra firma digitale e documento cartaceo è stata confermata dall‟art.45, comma 2, D.lgs n.82/2005 (c.s. CAD- 
Codice dell‟Amministrazione Digitale), aggiornato ed integrato con l‟emanazione del D.lgs n.159/2006 ed in 
seguito dalla Legge n.2/2009 e dalla D.lgs. n. 235/2010. D.POLETTI- D.BASILE, Documento informatico, 
Firme Elettroniche, Pec, dispensa ad uso degli studenti anno 2010/2011. 
13 Art.1343 C.C., << La causa è illecita quando è contraria a norme imperative, all‟ordine pubblico o al buon 
costume.>> 
14 Art.1345 C.C., <<Il contratto è illecito quando le parti si sono determinate a concluderlo esclusivamente 
per un motivo illecito comune ad entrambe.>> 
15 In riferimento A.LISI, Il negozio telematico.I profili giuridici di un e-shop, Matelica, 2007, p.20. 
16 ROMANA GIOVANNA PISCITELLI, Negoziazione in rete e contratti “tra” computer, in 
Riv.dell’Informatica. e dell’Informazione, 2002, 6, p.1141. 
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Sotto il profilo tecnico, il messaggio trasmesso per e-mail non giunge direttamente 
nella memoria del computer del destinatario, bensì giace temporaneamente nel server del 
provider del servizio, la cui funzione è rapportabile alla casella postale; quindi l‟utente sarà 
in grado di conoscere i suoi messaggi solo al momento dell‟accesso alla sua casella.  
Occorre domandarsi se è possibile applicare a questo caso il disposto dell‟art.1335 
c.c., il quale prevede la presunzione di conoscibilità. La risposta della dottrina è in senso 
positivo, anche alla luce dell‟art. 45, comma 2, CAD. Ciò comporta che le dichiarazioni 
contrattuali acquisiranno efficacia a prescindere dall‟effettiva conoscenza delle 
informazioni da parte del destinatario, perché si riterranno conosciute quando queste 
perverranno all‟indirizzo del provider, indipendentemente dall‟effettivo download del 
messaggio elettronico. Salvo poi la dimostrazione, in capo al destinatario, di essere stato 
nell‟impossibilità, senza sua colpa, di averne notizia.  
Quindi il contratto si presume concluso nel luogo dove si trova il proponente quando 




 Forum e newsgroup, in cui si hanno scambi di informazioni, a titolo gratuito, i 
cui contenuti sono di natura non commerciale; 
 Chatline, ove si ha una comunicazione in tempo reale, anch‟essa gratuita così 
come il suo contenuto; la conclusione dei contratti – secondo alcuni – avviene 
nell‟immediato dal momento che il soggetto fornisce i suoi dati personali per poter 
accedere, dando così il suo consenso alla stipula. 
2) Contratti a comunicazione indiretta, accedendo ad un sito di un e-shop, 
attraverso la sottoscrizione di form e la tecnica del cosiddetto “point and click18” in cui il 
contraente clicca virtualmente sul tasto “accetto”.  In questo caso è opportuno distinguere 
due ipotesi: 
 Se l‟acquirente sul sito web incontra un offerta-proposta dell‟imprenditore che 
presenta ogni elemento essenziale del contratto che mira a concludere, si applicherà lo 
schema dell‟offerta al pubblico, di modo che il contratto on-line s‟intende concluso nel 
luogo dove avviene la ricezione della dichiarazione di accettazione da parte del proponente 
titolare del sito che reca l‟offerta ai sensi dell‟art.1326 C.C. 
                                                 
17 A.DE MASI, Individuazione del foro competente per i contratti conclusi on line - Fori generali, 
05/07/2007, www.teutas.it 
18 Il contratto Point and click attribuisce rilevanza giuridica alla condotta consistente nella semplice 
pressione, con i tasti del mouse del computer, di un tasto negoziale virtuale in segno di accettazione della 
proposta contrattuale. Vedi S.SBORDONI, Il gioco telematico, p.39, www.scienzepolitiche.unitus.it. 
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Quindi, affinché sussista un‟offerta al pubblico ai sensi dell‟art. 1336 c.c., è 
necessario che il sito sia aperto a qualsiasi utente o ad un numero di utenti talmente vasto 
da rendere slegata l‟offerta dalla persona cui è destinata e che vi sia l‟indicazione di aspetti 
essenziali del futuro accordo, quali: il fornitore dei beni o servizi , la descrizione analitica 
dell‟oggetto del contratto, il prezzo e le modalità di pagamento e di consegna.  
Naturalmente in questo caso si applicherà il 2°comma dell‟art.13, nel quale si 
specifica che l‟offerente-professionista è obbligato ad inviare immediatamente l‟avviso di 
ricevimento contenente una serie di informazioni senza ingiustificato ritardo e per via 
telematica. Il mancato avviso consente di far costatare all‟utente che il suo ordine di 
accettazione non è giunto a destinazione. Per buona parte della dottrina, tuttavia, tale 
obbligo integra soltanto una mera obbligazione post-contrattuale del venditore e non 
influisce sul perfezionamento del contratto. 
L‟offerta al pubblico si perfeziona al momento che è resa pubblica, di conseguenza il 
suo inserimento su un sito web soddisfa il requisito della proposta; essa può essere 
revocata nella stessa forma dell‟offerta e la revoca è efficace anche verso coloro che non 
ne hanno avuto notizia, anche se colui che abbia avuto conoscenza dell‟offerta abbia 
iniziato l‟esecuzione in buona fede.  
 Se la proposta pubblicata sul sito è incompleta, si avrà un invito a proporre, in 
cui sarà lo stesso acquirente a porsi proponente. 
In entrambi i casi, come si accennava poco sopra, secondo la dottrina prevalente il 
contratto si ritiene concluso, ai sensi dell‟art.13 d.lgs 70/2003, quando il venditore può 
accedere all‟ordine e non quando per l‟acquirente è accessibile la conferma dell‟ordine 
inoltratagli dal prestatore, perché in tal momento il contratto è già concluso. 
Tale premessa di ordine generale assume rilievo con riferimento al profilo del B2C e 
alle varie   problematiche, che tenteremo di analizzare, legate alla stipulazione di un 
contratto telematico da parte di un soggetto minore di età e riguardanti principalmente: 
I. la tutela del consumatore e, in particolare, del consumatore minorenne in rete, 
anche dal punto di vista dell‟ambito di applicabilità della disciplina del Codice del 
Consumo; 
II. la tutela della riservatezza, con le normative europee e nazionali che, soprattutto 
a partire dagli anni Novanta, si sono occupate della privacy e del trattamento dei dati 
personali. Si tratta di provvedimenti che nascono dall‟esigenza di proteggere la persona, 
dando una valutazione normativa dell‟impatto delle nuove tecnologie su alcuni profili 
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della personalità individuale e che assumono particolare rilievo con riferimento alla 
protezione dei minori, ad esempio menzionata nell‟art.50 del Codice della Privacy19; 
III. l‟applicabilità della disciplina delle clausole vessatorie;  
IV. la tutela del consumatore e, degnamente, del minore nell‟ambito della 
pubblicità ingannevole e delle pratiche commerciali scorrette (ad esempio: lo spamming); 
 
 
1.5. (segue) L’annullabilità del contratto telematico.  
 
Anche tenendo conto delle soluzioni suggerite dalla normativa europea (codici di 
condotta e sistemi di filtraggio), su cui torneremo, atte ad impedire che siano violati i 
diritti dei minori, esponendo questi ultimi a situazioni pericolose e illecite, non si possono 
escludere casi in cui i minori cadano comunque nella trappola delle pagine web 
commerciali, stipulando contratti che nel nostro ordinamento, di norma, sono invalidi ma 
caratterizzati dalla forma meno radicale di invalidità, ossia l‟annullabilità. 
In generale ai contratti stipulati on line si applica la disciplina prevista dal codice 
civile per i contratti in genere. 
La fondamentale differenza che si riscontra nella conclusione di un contratto on line 
rispetto a quello stipulato off line, risiede nell‟impossibilità per i contraenti di valutare la 
controparte, data la distanza esistente tra i due soggetti. 
La difficoltà di riconoscimento dell‟altro contraente è maggiore laddove a stipulare 
un contratto sia un soggetto minorenne, perché, come sostiene autorevole dottrina, 
“nessuno impugnerebbe d‟invalidità lo scambio telematico compiuto da un minorenne”20. 
Ponendo che sono soggetti incapaci di contrarre coloro che non hanno raggiunto la 
legale capacità di agire, ossia i minori di diciotto anni, in linea di principio il contratto 
concluso dagli stessi è annullabile ai sensi dell‟art.1425 c.c., anche se il soggetto non ha 
subito alcun danno.  
Il contratto è parimenti annullabile quando ricorrono le condizioni previste 
dall‟art.428 c.c., che è stato collocato per ragioni storiche nel Libro I, che disciplina gli 
                                                 
19 L‟art.50 Codice della Privacy D.lgs 196/2003, denominato Notizie o immagini relative ai minori sancisce 
che << il divieto di cui all'articolo 13 del decreto del Presidente della Repubblica 22 settembre 1988, n. 448, 
di pubblicazione e divulgazione con qualsiasi mezzo di notizie o immagini idonee a consentire 
l'identificazione di un minore si osserva anche in caso di coinvolgimento a qualunque titolo del minore in 
procedimenti giudiziari in materie diverse da quella penale.>> 
20 N.IRTI, Scambi senza accordo, cit, p.361 e ss, nota 15, in A.GENTILI, Il contratto telematico-Inefficicia e 
vizi della volontà, Padova, 2002, p.147 e ss.  
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effetti dell‟incapacità naturale per tutti gli atti giuridici; in particolare al comma 2 si fa 
riferimento all‟ipotesi in cui l‟incapace concluda un contratto, stabilendo che, affinché lo 
stesso sia annullabile, è necessario che sussista la malafede dell‟altro contraente, che può 
risultare anche dal pregiudizio subito dall‟incapace. 
Al contrario se si pongono in essere atti giuridici unilaterali, questi saranno 
annullabili qualora sussistano due presupposti: 
a) l„autore dell‟atto sia un incapace di intendere e di volere al momento dell‟atto; 
in tal caso la giurisprudenza non richiede la prova di uno stato di menomazione delle 
facoltà intellettive e volitive tale da impedire un serio controllo del comportamento e la 
formazione di una cosciente volontà e capacità di autodeterminarsi; 
b) dall‟atto derivi un grave pregiudizio per l‟incapace, quindi non basta dimostrare 
che l‟incapace non avrebbe dato il consenso se fosse stato lucido, ma occorre dimostrare 
che è stato gravemente pregiudicato l‟atto. 
 Dunque quando il soggetto si trovi in uno stato emotivo e mentale, tale da provocare 
un grave disordine psichico e se in quel momento si accinge a concludere un contratto, 
laddove si verifichino le condizioni sopra citate allora l‟atto sarà annullabile21. 
  Il che vuol dire che il contratto concluso dall‟incapace naturale è annullabile a 
prescindere dall‟esistenza di un pregiudizio economico-patrimoniale, ma necessiterà dello 
stato di incapacità e della mala fede dell‟altro contraente. La malafede può essere 
facilmente provata laddove il contratto sia anche gravemente pregiudizievole per 
l‟incapace. 
Per quel che concerne il minore in Internet, si pone innanzitutto un problema di 
validità del contratto in ragione della sua incapacità legale. Considerato che il minore nelle 
negoziazioni utilizza lo strumento telematico, sarà possibile per la controparte riconoscere 
facilmente l‟incapacità legale del minore o ciò dovrà essere considerato un raggiro data la 
volontà del minore di occultare la sua età?   
L‟utilizzo dello strumento telematico da parte del minore, se usufruito in proprio 
nome, per esempio accedendo ad un sito che è in grado di riconoscere la sua incapacità, 
non potrà essere considerato un raggiro compiuto dallo stesso, dato che la legge obbliga 
chi negozia ad accertarsi della capacità legale dell‟interlocutore; tale obbligo graverà 
anche su chi riceve una proposta o una accettazione in via telematica. 
                                                 
21 In riferimento vedi,P.CENDON, Commentario al codice civile, Milano, 2010, p.428 e ss. 
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Quindi, di norma, secondo autorevole dottrina, il contratto concluso dal minore sarà 
da ritenersi annullabile, poiché l‟ignoranza della controparte sullo stato di incapacità del 
minore è da ritenersi colpevole, cioè dovuta a negligenza, e non integra un‟ipotesi di buona 
fede, salvo non sia provato in concreto un raggiro del minore
22
. 
La mancanza di una valida manifestazione della volontà contrattuale, da parte del 
minore, non comporta la nullità del contratto posto in essere da quest‟ultimo, ma ciò 
legittimerà solo il suo annullamento, in virtù di un‟esigenza sia dell‟autonomia contrattuale 
che della certezza dei rapporti giuridici e della circolazione dei beni. 
Discorso diverso qualora il minore abbia contrattato sfruttando l‟identità di un adulto, 
utilizzando le sue password d‟accesso o, più semplicemente, una sua carta di credito o 
altro strumento elettronico di pagamento. In tal caso si configurerebbe una vera e propria 
contrattazione sotto falsa identità e non potrebbe parlarsi di annullabilità, non potendosi 
neppure invocare le norme sulla rappresentanza senza potere (poichè il minore non spende 
il nome del genitore o comunque del terzo di cui assume l‟identità). 
In tali ipotesi il contratto sarà da ritenersi nullo, per mancanza dell‟accordo, soltanto 
nel caso in cui non emerga un profilo di responsabilità dell‟adulto (con riferimento, per 
esempio, alla custodia delle password o delle carte di credito) che faccia prevalere la tutela 
del legittimo affidamento della controparte. 
L‟annullamento del contratto stipulato dal minore on line può sussistere anche 
qualora si prospettino i cosiddetti vizi del consenso
23, anche se l‟elemento stesso della 
distanza se non elimina certo affievolisce le materiali possibilità di coazione e, dunque, 
della violenza morale, mentre il profilo del dolo o anche del semplice errore spontaneo può 
essere significativo. 
In linea di massima, si raggira la controparte nella negoziazione telematica 
sostanzialmente nelle stesse forme previste dall‟ordinaria contrattazione. Una specificità si 
ha soltanto nel caso di accesso al sito, in cui sia intenzionalmente ingannevole il percorso 
per accedervi. Basti pensare al caso in cui un‟icona venga predisposta in modo da far 




                                                 
22 In riferimento vedi A.GENTILI, Il contratto telematico – Inefficacia e vizi della volontà della 
contrattazione telematica, in Trattato di diritto pubblico e dell‟economia, Padova, 2002, p.148. 
23 In riferimento vedi, P.ZATTI, Linguaggio e regole del diritto privato, Lavis (TN),2008, p.347 e ss. 
24 Il caso è stato citato da A.GENTILI, Il contratto telematico – Inefficacia e vizi della volontà della 
contrattazione telematica, in Trattato di diritto pubblico e dell‟economia, Padova, 2002, p.150. 
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In sostanza tale situazione è riconducibile ad una combinazione delle norme sul dolo 
e l‟errore ostativo, poiché si tratta di errore indotto dall‟artifizio, dato che si comunica alla 
persona, in questo caso un minore, una dichiarazione inesatta tale da indurre lo stesso in 
errore e legittimando quest‟ultimo a poter richiedere l‟annullamento; si determina inoltre 
una divergenza tra la volontà, per come si è formata, e la sua manifestazione. 
Naturalmente è necessario che la parte lesa provi l‟avvenuta discordanza tra la propria 
volontà e la dichiarazione effettuata per via telematica attraverso un click. 
Per quel che concerne il profilo dell‟errore, interessante è proprio il caso dell‟errore 
nella “trasmissione”, dove a seguito di una risalente giurisprudenza, sorta in relazione 
all‟ipotesi di errore del telegramma, si sostiene che l‟errore resta a carico di chi si è 
avvalso del mezzo, salva la prova di riconoscibilità di esso ad opera del destinatario; tale 
soluzione sembrerebbe ancora attuale nell‟era di Internet. 
Secondo quanto sostenuto da G.Comandé, dove tale ipotesi si verifichi per via 
telematica, fermo restando il principio generale di buona fede, la riconoscibilità dell‟errore 
non può essere sopportata dal mittente telematico, che avrà diritto ad un‟azione risarcitoria 
nei confronti del prestatore dei servizi. 
A mio avviso tale ricostruzione è condivisile dato che il minore, operando in Internet, 
in special modo nell‟ambito del commercio elettronico in cui è onere del prestatore del 
servizio fornire al minore tutte le informazioni riguardanti la merce e, laddove tali 
informazioni si discostino dalla realtà, sarà quest‟ultimo ad incorrere in un errore ostativo, 
in tale ipotesi il minore potrà richiedere l‟annullamento del contratto.  
  Se però l‟errore nasce da un difetto del funzionamento del programma, 
nell‟eventualità che sia il computer stesso ad effettuare delle scelte ed opzioni nella 
negoziazione, e che, sempre per un errore insito nel funzionamento del software, 
conducano ad esprimere via e-mail o nell‟accesso al sito commerciale una decisione 
diversa da quella cui si sarebbe indirizzati a prendere, tale difetto rientra nella fattispecie 
dei vizi della volontà?   
La risposta è senz‟altro affermativa, dato che le operazioni compiute dall‟elaboratore 
sono riconducibili al volere di chi se ne serve
25
. 
Un‟ulteriore caso in cui il minore può chiedere l‟annullamento del contratto si ha, 
come poco sopra accennato, quando siamo in presenza del dolo, quale vizio del consenso 
telematico. 
                                                 




Il dolo consiste, secondo quanto disposto dall‟art.1439 c.c., in un raggiro usato da uno 
dei contraenti per carpirne il consenso; un caso tipico si riscontra nell‟ambito delle 
procedure poste in essere su Internet, quando un minore conclude una pratica on line che 
risulta essere ingannevole, come quando un professionista offre on line un determinato 
bene ad un prezzo conveniente, indicando che l‟offerta sarà valida solo per determinati 
giorni, quando in realtà non è così. Se il minore è interessato a quel tipo di bene sarà spinto 
sotto una falsa promozione ad acquistare quel bene in quel periodo di tempo per usufruire 
dell‟offerta. In tal caso il minore potrà successivamente richiedere l‟annullamento del 
contratto perché è stato tratto in inganno. 
Il dolo può essere omissivo, qualora vi sia una reticenza, ovvero quando il minore è in 
presenza di una pratica commerciale omissiva ingannevole, nella quale il professionista 
decide di omettere alcune informazioni per invogliare il consumatore ad acquistare.  
Naturalmente la fattispecie del dolus può essere anche collegata alla repressione 
effettiva e tempestiva degli usi truffaldini della contrattazione on-line. Anche in materia di 
criminalità informatica alla repressione penale può efficacemente accompagnarsi la 
sanzione dell‟annullamento contrattuale quando si abbia: 
1. la fattispecie della falsificazione, alterazione o soppressione del contenuto delle 
comunicazioni informatiche o telematiche, che può aver luogo nella manomissione del 
documento contrattuale elettronico sottoscritto o accettato dal minore; 
2. la frode informatica, che ricorre quando un soggetto alteri il funzionamento di 
un sistema informatico o telematico, intervenendo senza diritto su dati, informazioni o 
programmi, al fine di procurare a sé o ad altri un ingiusto profitto con altrui danno. 
Tale azione di annullamento può essere domandata al giudice: a)da chi esercita la 
potestà sul minore, quale genitore o tutore; b) su richiesta dell‟incapace, una volta 
raggiunta la maggiore età; c) dagli eredi o aventi causa del minore, ma non può essere 
richiesta dalla controparte, la quale rimane esposta alle decisioni del primo; questo perché 
la finalità dell‟annullamento è tutelare il minore. 
L‟azione di annullamento dovrà essere richiesta non oltre il termine di 5 anni a 
decorrere dal giorno della conclusione del contratto o, se dipende dal vizio del consenso o 
da incapacità legale, il termine decorre dal giorno in cui è stato scoperto il dolo o l‟errore o 
è cessato lo stato di incapacità ovvero il minore ha raggiunto la maggiore età
26
.  
                                                 




Se il negozio è annullato, il minore ha diritto ad ottenere secondo quanto disposto 
dall‟art.1443 c.c., la restituzione integrale di quanto abbia conferito all‟altro, mentre non è 
obbligato a restituire la prestazione ricevuta “ se non nei limiti in cui è rivolta a suo 
vantaggio”.   
Nella normalità dei casi l‟incapace ha interesse ad ottenere l‟annullamento, mentre 
l‟altro contraente è portatore dell‟interesse opposto, concernente la conservazione del 
negozio.  
L‟unica ipotesi, riconosciuta dal codice civile, in cui il contratto con il minore non 
può essere annullato, è dunque quella – come già sottolineato – in cui quest‟ultimo “abbia 
con raggiri occultato la sua minore età; ma la semplice dichiarazione da lui fatta di essere 
maggiorenne non è di ostacolo alla impugnazione del contratto”.  (art.1426 c.c.) 
La norma risponde ad una duplice esigenza: da una parte, nega la tutela 
dell‟annullabilità al minore che, occultando maliziosamente la sua età, dimostra una 
maturità mentale superiore a quella ipotizzata dalla legge; dall‟altra, protegge la buona 
fede di chi contratta con il minore. 
Si applica quindi la cosiddetta tutela dell’affidamento incolpevole, nella quale sarà 
necessario accertarsi che il professionista abbia effettivamente stipulato un contratto con 
un minore di età, che si presentava invece come maggiorenne perfettamente in grado di 
intendere e di volere e, inoltre, si dovrà verificare che il minore abbia occultato 
fraudolentemente la propria età, alterando i documenti ufficiali, in modo tale da vanificare 
gli accertamenti eseguiti dall‟altro contraente o, meglio, da creare un‟apparenza idonea a 
giustificare un legittimo affidamento.     
Quindi fra un minorenne legalmente incapace ma dal vivo intelletto, subdolo e sleale, 
ed una controparte vittima dell‟inganno, l‟ordinamento tutela quest‟ultima, anche se non 
diligentissima. 
È evidente come tale ipotesi non sia facilmente verificabile nel “regno dell‟assenza 
del rapporto diretto”, qual è quello dei contratti on line, dove “non si incontrano due 
persone fisiche, bensì si relazionano due terminali”, dato che le parti devono fare 
affidamento esclusivamente sui dati forniti telematicamente
27
. 
La possibilità di risalire in Internet ad un soggetto identificato o identificabile è messa 
in discussione dalle stesse caratteristiche della Rete, perché il minore potrà occultare la sua 
età ponendo in essere un furto d‟identità digitale, ossia potrà, all‟interno di una comunità, 
                                                 
27 In riferimento vedi E.GROSSI, La tutela del minore nel commercio elettronico e nella rete Internet, in Riv. 
Liuc Papers n.138, Serie Impresa ed Istituzioni 20, Suppl., a Dicembre 2003. 
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ad esempio un social network, assumere l‟identità virtuale di un altro soggetto esistente o 
inesistente, facendosi passare per esso dinanzi agli altri utenti, oppure utilizzare il proprio 
nome e la propria identità ma modificare alcuni dati del profilo personale, in modo da 
trarne vantaggio con i propri interlocutori
28
. 
Se il minore occulta la propria età con un furto d‟identità digitale non solo non può 
beneficiare dell‟annullamento del contratto, ma sarà soggetto alla disciplina penale 
prevista all‟art. 494 c.p., che recita: “chiunque, al fine di procurare a sé o ad altri un 
vantaggio o di recare ad altri un danno, induce taluno in errore, sostituendo 
illegittimamente la propria all‟altrui persona, o attribuendo a sé o ad altri un falso nome, o 
un falso stato, ovvero una qualità a cui la legge attribuisce effetti giuridici, è punito, se il 
fatto non costituisce reato un altro delitto contro la fede pubblica, con la reclusione fino ad 
un anno”. 
Il reato sussiste qualora si vada a ledere la fiducia della/e controparte/i, le quali 
ripongono nella veridicità dell‟altrui identità un importanza pregnante; quindi l‟elemento 
oggettivo del reato è rappresentato dalla sostituzione dell‟identità personale, mentre 
l‟elemento soggettivo è ricondotto al dolo generico, consistente nella coscienza e volontà 
della condotta ingannevole e al dolo specifico, rappresentato dal fine di procurare a sé o ad 
altri un vantaggio, o recare ad altri un danno. 
Un‟ulteriore ipotesi, accennata poco sopra, che può farsi rientrare nella fattispecie 
dell‟art.1426 c.c. concerne l‟uso doloso della carta di credito del genitore da parte del 
minore. Ad esempio se il minore si impossessa della carta di credito di un adulto per 
stipulare un contratto elettronico, prestando altresì il consenso al trattamento, il 
rappresentante del minore non può far valere il difetto di capacità del contraente e chiedere 
l‟annullamento del contratto29. L‟uso doloso della carta di credito è considerato atto idoneo 
a celare la minore età e, con riferimento all‟intangibilità del contratto, si porranno i 
problemi poco sopra menzionati in materia di contrattazione sotto falsa identità. In tal 
senso il genitore che non abbia adeguatamente vigilato sulle password della carta di 
credito, mettendo ciò in gioco il legittimo affidamento della controparte, potrebbe 
rimanere vincolato dal contratto. 
                                                 
28 In riferimento vedi G.C.LUCENTE, Le falsità personali, in Riv. Diritto dell’informatica e 
dell’informazione, 2011,p.553 e ss. 




Il minore può utilizzare mezzi di pagamento differenti dalla carta di credito del 
genitore, senza che la controparte abbia la possibilità di verificare agevolmente se il 
contraente potenziale sia minore di età. 
Basti pensare al caso del quindicenne, residente con la famiglia nel Connecticut, che è 
stato incriminato dalla Security Exchange Commission (equiparata alla Consob italiana), 
per essere riuscito a manipolare il mercato finanziario, grazie ad un meccanismo illecito. Il 
giovane aveva individuato, attraverso Internet, il corso di titoli azionari a costo bassissimo 
ed a basso livello di contrattazione, definiti penny stock. Individuati i titoli, aveva aperto 
un conto  modesto a seguito di una contrattazione con una società di brokeraggio che 
utilizzava per acquistare i titoli depressi e poi si dedicava alla divulgazione di false notizie, 
utilizzando i siti web della finanza.   
L‟impossibilità di annullare il contratto si verifica anche nell‟ipotesi in cui il minore 
utilizzi la firma digitale di un adulto per la conclusione di un contratto elettronico. 
In realtà, poiché la firma digitale potrebbe essere utilizzata da chiunque, è impossibile 
avere la certezza che la chiave privata sia utilizzata dal soggetto titolare della chiave 
medesima, oppure da un altro soggetto, autore della firma, ma non titolare della chiave
30
.  
Se il minore utilizza la firma digitale del rappresentante legale, sarà difficile provare 
l‟ipotesi della sottrazione, alterazione e di altri raggiri, poiché non si tratta di provare quale 
soggetto sia stato l‟autore della firma, ma si dovrà provare l‟uso illegittimo, o meglio, 
l‟abuso nella utilizzazione di una chiave privata altrui e, quindi, sarà difficile per il titolare 
della firma fornire la “prova negativa” di non aver utilizzato la chiave di cui è titolare. Il 
genitore dovrà inoltre confrontarsi con la presunzione della buona fede del contraente, il 
quale non avrebbe potuto conoscere la difformità tra titolare e utilizzatore della firma, 
valendo in questo caso come garanzia sufficiente l‟identificazione del soggetto effettuata 
dal dispositivo digitale: l‟art. 21, comma 2, CAD enuncia infatti una presunzione relativa, 
secondo cui l‟utilizzo del dispositivo di firma digitale si considera riconducibile al suo 
titolare, salvo che quest‟ultimo non fornisca prova contraria31. 
Torna così in primo piano la tutela dell‟affidamento e della tutela dell‟altro 
contraente, di fronte ad un comportamento negligente del titolare della chiave, che rimarrà 
vincolato, se non prova di aver adottato tutte le misure organizzative e tecniche idonee ad 
evitare l‟utilizzo abusivo della sua firma digitale. 
                                                 
30 In riferimento vedi E.GROSSI, La tutela del minore nel commercio elettronico e nella rete Internet, in 
Riv. Liuc Papers n.138, suppl. a dicembre 2003. 
31 In questo senso v. già E.ZANETTI VITALI, La tutela dei minori nel commercio elettronico, in 
Commercio Elettronico, Milano, 2001, p.122.  
25 
 
Un ultimo caso, in cui il contratto concluso dal minore in Rete non può essere 
annullato, si verifica, a mio giudizio, quando il minore per effettuare il pagamento stabilito 
nel contratto
32
 utilizza una carta di credito prepagata ed intestata a proprio nome. 
Affinché al minore venga rilasciata una carta prepagata dall‟istituto bancario, il 
rappresentante legale, in qualità di genitore, unitamente al minore dovrà sottoscrivere il 
contratto di emissione apponendo la firma. 
Nel contratto è prevista una clausola con la quale il richiedente(il genitore) “dichiara 
di autorizzare il minore all‟utilizzo della carta secondo quanto previsto nel Regolamento 
Titolari allegato al modulo di richiesta, e di riconoscere fin d‟ora gli utilizzi della Carta 
effettuati dal minore come validi e accettati”. 
Quindi, poiché il contratto con l‟istituto emittente la carta prepagata prevede la 
possibilità per il minore di poter effettuare pagamenti sui siti Internet convenzionati con 
l‟emittente mediante l‟utilizzo degli identificativi riportati sulla carta, il minore potrà con il 
proprio denaro effettuare acquisti su Internet, stipulando contratti che non potranno essere 
annullati.  
Va infine ricordato, in ultima analisi, che è opinione ormai condivisa che il minore 
(come ogni altro soggetto incapace legale) possa compiere validamente atti minuti della 
vita quotidiana, ad esempio acquisti relativi a beni di uso quotidiano, purchè in possesso 
della capacità di discernimento. Dunque, secondo molti autori, anche attraverso l‟utilizzo 
di Internet tali atti patrimoniali potranno essere compiuti validamente da parte del minore 
capace d‟intendere e di volere. 
  
 
1.6. Il Commercio Elettronico Business to Consumer (B2C) 
 
Prima di analizzare il B2C è bene fornire alcuni cenni aventi ad oggetto le origini
33
 
della tutela del  consumatore. E‟ noto a tutti che nella Costituzione Italiana non c‟è alcun 
riferimento al concetto di consumatore perché la disciplina dei rapporti economici ruotava 
tutta intorno alla figura dell‟imprenditore. Un primo interesse per il tema risale agli anni 
                                                 
32 Affinché il minore il qualità di consumatore effettui il pagamento di quanto dovuto per il tramite della 
carta di credito, ciò deve essere previsto nelle informazioni che il professionista fornisce al consumatore 
prima della conclusione del contratto, così come sancito dall‟art.56 del Codice del consumo “Pagamento 
mediante carta di credito”, il quale effettua un espresso rinvio all‟art.52 dello stesso, intitolato “informazioni 
per il consumatore”. 
33 In riferimento G. ALPA, Il diritto dei consumatori, Bari, 2002,p.35 e ss. 
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30, in America, luogo di origine del Consumerism, un movimento sociale e politico sorto 
per rivendicare la centralità del cittadino e la sua salvaguardia all‟interno del mercato. 
Tuttavia è solo alla fine degli anni 60 che il Consumerism trova affermazione in 
Europa, dove nei paesi quali Gran Bretagna, Francia, Germania, si emanano numerose 
normative amministrative, processuali, privatistiche che riconoscono il consumatore quale 
soggetto debole del sistema di produzione e distribuzione di massa, un soggetto bisognoso 
di particolare tutela. 
Infine la Comunità Europea fissa gli obbiettivi di fondo cui tende la linea politica 
legislativa europea in tema di tutela consumeristica: 
 il primo, di natura sociale, mira a tutelare la persona fisica nei confronti 
dell‟impresa, facendosi garante degli interessi della parte contrattuale debole; 
 il secondo, di natura economica, mira a rendere uniformi i mezzi di tutela 
adottati dagli Stati Membri, allo scopo di cancellare le differenze di obblighi e doveri 
comportamentali posti in capo alle imprese nel rapporto con i consumatori e, con ciò, 
agevolare un mercato concorrenziale a livello transnazionale. 
E‟ a partire dagli anni 70 che si ha una maggiore spinta legislativa volta ad ottenere 
un efficace protezione del consumatore; infatti nella Carta europea per la protezione dei 
Consumatori, approvata dall‟Assemblea consultiva d‟Europa con la Risoluzione 
n.543/1973, il consumatore viene definito come “ogni persona…..alla quale siano venduti 
beni o forniti servizi per uso privato”.  Solo di due anni più tardi è la stesura di un 
“Programma preliminare della CEE per una politica di protezione e di informazione del 
consumatore”34. All‟interno di tale programma il consumatore viene considerato non più 
come semplice compratore ed utilizzatore di beni e servizi, ma come soggetto interessato a 
diversi aspetti della vita sociale che possano danneggiarlo. 
La consacrazione della politica di protezione del consumatore avviene con il Trattato 
di Maastricht del 7 febbraio 1992 che nell‟art. 129 A. prevede che la Comunità realizzi: 
a) misure di protezione nell‟ambito della realizzazione del mercato interno; 
b) azioni specifiche di sostegno e di integrazione della politica dei vari Stati membri 
rivolte alla tutela della salute, della sicurezza e degli interessi economici dei consumatori, 
garantendo loro una informazione adeguata. 
                                                 
34 Sono state individuate cinque categorie di diritti fondamentali del consumatore in quanto tale: 
1) diritto alla protezione della salute e della sicurezza; 
2) diritto alla tutela degli interessi economici; 
3) diritto al risarcimento dei danni; 
4) diritto all‟informazione e all‟educazione; 
5) diritto alla rappresentanza. 
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Nello specifico, l‟Europa, soprattutto negli anni 90, emanerà numerose direttive volte 
a regolare singoli aspetti di tutela del consumatore. 
Per quanto riguarda l‟esperienza italiana, la nozione di consumatore trova 
collocazione nel Codice civile nel 1996
35
 con la Legge n. 52, con la quale viene inserito il 
capo XIV bis relativo alla disciplina delle clausole vessatorie nei contratti tra 
professionista e consumatore (art.1469 bis e ss). 
L‟ultimo passaggio dell‟evoluzione normativa si ha con l‟emanazione del Codice del 
Consumo  (D.lgs. n. 206/2005), secondo il quale il consumatore è “la persona fisica che 
agisce per scopi estranei all‟attività imprenditoriale, commerciale, artigianale o 
professionale eventualmente svolta.” 
Il contratto telematico B2C è considerato un contratto a distanza, secondo quanto 
disposto dall‟art.50, comma 1, lett.a) del Codice del Consumo , ossia un contratto avente 
per oggetto beni o servizi stipulato tra un professionista ed un consumatore nell‟ambito di 
un sistema di vendita o di prestazione di servizi a distanza organizzato dal professionista 
che, per tale contratto, impiega esclusivamente una o più tecniche di comunicazione a 
distanza
36
 fino alla conclusione del contratto stesso.  
Prima di analizzare nello specifico la normativa relativa al Codice del Consumo, in 
cui si coordinano tutte le disposizioni legislative e regolamentari in materia di tutela del 
consumatore, è opportuno esaminare la disciplina del D.lgs. n.50 del 1992, in tema di 
contratti conclusi fuori dai locali commerciali, in seguito abrogata e oggi contenuta nello 
stesso Codice del consumo. In tale decreto all‟art.9, comma 1, si introduceva una delle 
disposizioni maggiormente favorevoli al consumatore, la quale recitava: “ Le disposizioni 
del presente decreto si applicano ai contratti riguardanti la fornitura di beni o la 
prestazione di servizi, negoziati fuori dai locali commerciali sulla base di offerte effettuate 
al pubblico………………, e finalizzate ad una diretta stipulazione del contratto stesso, 
nonché mediante l’uso di strumenti informatici e telematici” . Il perno intorno al quale 
ruota la disciplina è il cosiddetto jus poenitendi, il diritto di ripensamento, il quale 
comporta il conseguente possibile recesso rispetto al contratto sottoscritto. Tale diritto di 
recesso va a tutelare il consumatore, al fine di colmare la carenza informativa con 
particolare riguardo all‟oggetto del contratto. Qualora il consumatore sia colto da una 
                                                 
35 Attuazione della direttiva sulle clausole vessatorie nei contratti. 
36 Art.50, comma 2, Cod.del Consumo, <<Sono tecniche di comunicazione a distanza, qualunque mezzo che, 
senza la persona fisica e simultanea del professionista e del consumatore, possa impiegarsi per la conclusione 




proposta contrattuale, in luoghi e circostanze non previste, senza che il soggetto ne abbia 
fatta richiesta, quest‟ultimo potrà recedere dall‟impegno assunto; trova così tutela il 
consumatore nella disciplina della negoziazione fuori dai locali commerciali.   
Qualora il consumatore decida di contrattare in Internet, si pone tuttavia un problema, 
perché in tal caso il soggetto non può essere considerato uno sprovveduto in balia delle 
politiche commerciali delle cyberimprese, avendo maggiori possibilità di informarsi e di 
comparare le sue scelte. Quindi la contrattazione non è da considerarsi avvenuta fuori da 
un locale commerciale, per il solo fatto che il consumatore si trova nella propria abitazione 
o comunque non si trova fisicamente nel locale commerciale dell‟imprenditore; al 
contrario, il consumatore opera delle scelte consapevoli, come soggetto attivo e non 
spettatore inerme che viene sorpreso nella sottoscrizione di un contratto che altrimenti non 
avrebbe concluso.  
La scelta compiuta dal legislatore italiano con il D.lgs n.50/1992 appare dunque 
scorretta, tenuto conto che la Dir.1985/577/CEE non ne riportava traccia. 
Proseguendo con il nostro excursus storico, antecedente all‟emanazione del Codice 
del Consumo, il D.lgs. n.185 del 1999 regolava il fenomeno del contratto a distanza, 
assimilabile, secondo lo schema poco sopra esposto, alla contrattazione via Internet, 
introducendo obblighi  informativi
37
 per il venditore in favore del consumatore – minore o 
maggiore di età – da fornire prima della conclusione del contratto, vista l‟impossibilità di 
quest‟ultimo di valutare appieno la proposta contrattuale ricevuta dal proponente. 
Considerato ciò, il consumatore, in particolare il minore, prima di stipulare un 
qualsiasi tipo di contratto deve essere informato dal professionista e ottenere una serie di 
informazioni preliminari, affinché quest‟ultimo possa prendere la sua decisione in modo 
consapevole e libero.  
Le informazioni che dovevano essere fornite riguardavano sia le caratteristiche del 
contratto, sia quelle relative al bene o al servizio offerto, in particolare
38
: 
a) identità del fornitore e, in caso di contratti che prevedono il pagamento 
anticipato, indirizzo del fornitore; 
b) caratteristiche essenziali del bene o del servizio; 
c) prezzo del bene o del servizio, comprese tutte le tasse o le imposte; 
d) spese di consegna; 
                                                 
37 In riferimento vedi S.CERRUTI, Il contratto telematico, Napoli, 2003,p.31 e ss. 
38 Art.3 D.lgs. n.185 del 1999 – Attuazione della Direttiva 97/7/CE relativa alla protezione dei consumatori 
in materia di contratti a distanza.  
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e) modalità di pagamento, della consegna del bene o della prestazione del servizio 
o di ogni altra forma di esecuzione del contratto; 
f) esistenza del diritto di recesso o esclusione dello stesso ai sensi dell‟art.5, 
comma 3; 
g) modalità e tempi di restituzione o di ritiro del bene in caso di esercizio del 
diritto di recesso; 
h) costo dell‟utilizzo della tecnica di comunicazione a distanza , quando è 
calcolato su una base diversa dalla tariffa di base; 
i) durata della validità dell‟offerta e del prezzo; 
j) durata minima del contratto in caso di contratti per la fornitura di prodotti o la 
prestazione di servizi ad esecuzione continuata o periodica. 
Tali informazioni dovevano essere rese note al consumatore, in tempo utile, prima 
della conclusione di qualsiasi contratto a distanza, ossia in un lasso temporale anteriore 
apprezzabile, quanto basta per far ritenere che il consumatore potesse maturare 
ponderatamente la sua decisione. Al secondo comma si specificava che le informazioni 
sopra esposte dovevano essere fornite in modo chiaro e comprensibile, con ogni mezzo 
adeguato alla tecnica di comunicazione a distanza impiegata, osservando i principi di 
buona fede
39
 e di lealtà in materia di transazioni commerciali, valutandoli sulla base delle 
esigenze di protezione delle categorie di consumatori particolarmente vulnerabili, ad 
esempio i minori. 
Era data la possibilità al compratore di recedere dal contratto, non a causa dell‟effetto 
sorpresa indicato dal d.lgs n.50/92, ma solo se il bene non avesse avuto le caratteristiche 
che legittimamente il soggetto si attendeva attraverso la visione del sito Internet. Il diritto 
di recesso aveva un termine di 10 giorni lavorativi dal ricevimento del bene ovvero dal 
giorno della conclusione del contratto nel caso di servizi, a condizione che il venditore 
avesse fornito una corretta e completa informativa sulle modalità di recesso. 
Il consumatore doveva provvedere ad inviare la comunicazione del recesso mediante 
lettera raccomandata con avviso di ricevuta di ritorno entro dieci giorni all‟indirizzo 
geografico della sede del fornitore ovvero mediante invio di telegramma, telefax o fac-
                                                 
39 Per buona fede s‟intende quel generale dovere di correttezza e di reciproca lealtà di condotta esistente tra 
soggetti, consistente nello sforzo che ogni contraente deve compiere, senza che ciò comporti un apprezzabile 
sacrificio, affinché l‟altro contraente possa adempiere correttamente.  Tale comportamento deve essere 
tenuto nelle trattative(art.1337 C.C.) , nell‟esecuzione del contratto (art.1375 C.C.) e nell‟eventuale fase di 
interpretazione del contratto (art.1366 C.C.). 
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simile, seguito da raccomandata di conferma con ricevuta di ritorno da inviarsi nelle 
seguenti 48 ore
40
.   
Una volta esercitato tale diritto il consumatore doveva restituire il bene al fornitore e 
il fornitore dovrà rimborsare le somme versate dal consumatore. 
Nell‟ipotesi di violazione, da parte del venditore, degli obblighi e delle modalità di 
informazione ovvero in caso di mancato pronto rimborso del consumatore oppure di 
ostacolo all‟esercizio del diritto di recesso, il decreto n.185/99 prevedeva, salvo che il fatto 
non costituisse reato, la soggezione ad una sanzione amministrativa da 526 a 5.263 euro, 





















                                                 
40 Le modalità del recesso sono esposte all‟art.6 comma 3 del D.lgs n.50 del 92 – Attuazione della Direttiva 
n.85/577/CE in materia di contratti negoziati fuori dai locali commerciali. 
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CAPITOLO II  
 
 Il minore e la tutela del consumatore in Internet 
 
 
2.1. Informazioni da fornire nell’ambito del Commercio  Elettronico 
 
Nella contrattazione  in rete il destinatario del servizio
41
, in particolare il minore, oltre 
a godere della tutela informativa e del diritto di pentimento, previsti in materia di contratti 
a distanza, ha diritto di ricevere dal prestatore ulteriori informazioni, in ragione della 
relazione contrattuale che viene posta in essere
42
. 
Il legislatore, con il D.lgs. n.70/2003, ha inteso aumentare la fiducia del consumatore 
nel commercio elettronico, concetto espresso anche dalla Corte di Giustizia, la quale ha 
chiarito che la tutela del consumatore deve essere garantita in ogni stadio della 
contrattazione tra il prestatore e il destinatario del servizio, offrendo a quest‟ultimo in via 
preliminare, oltre al suo indirizzo di posta elettronica, altre informazioni che consentano 
una presa di contatto rapida, nonché una comunicazione diretta ed efficace
43
.      
Il prestatore dei servizi della società dell‟informazione è obbligato a rendere 
facilmente accessibile ai destinatari del servizio (quindi, anche ai non consumatori) e alle 
autorità competenti, in modo diretto e permanente un numero minimo di informazioni 
obbligatorie, in aggiunta a quelle previste per specifici beni e servizi
44
, che nella sostanza 
rispecchiano le indicazioni già stabilite dall‟art.3 D.lgs. n.185/99, ovvero: 
a) il nome, la denominazione o la ragione sociale; 
b) il domicilio o la sede legale; 
c) gli estremi che permettono di contattare rapidamente il prestatore e di comunicare 
direttamente ed efficacemente con lo stesso, compreso l‟indirizzo di posta elettronica; 
d) il numero di iscrizione al repertorio delle attività economiche, REA, o al registro 
delle imprese; 
                                                 
41 Ovvero la persona fisica o giuridica che, a scopi professionali o non, utilizza un servizio della società 
dell‟informazione, Art.2, lett.b Direttiva 2000/31/CE. 
42 In riferimento, A.STAZI, Commercio elettronico ed utilità delle informazioni da fornire ai clienti, in Riv. 
Diritto dell’informazione e dell’informatica, 2009, p.70 e.ss. 
43 Per comunicazione efficace s‟intende ottenere informazioni adeguate entro un termine compatibile con le 
esigenze e le legittime aspettative del destinatario.  
44 Art.7, Informazioni generali obbligatorie D.lgs n.70 del 2003. 
32 
 
e) gli elementi di individuazione, nonché gli estremi della competente autorità di 
vigilanza qualora un‟attività sia soggetta a concessione, licenza od autorizzazione; 
f) per quanto riguarda le professioni regolamentate sarà necessario fornire l‟ordine 
professionale presso cui il prestatore sia iscritto e il numero di iscrizione, il titolo 
professionale e lo stato membro che lo ha rilasciato, il riferimento ai codici di condotta 
vigenti e alle norme professionali; 
g) il numero della p.iva o altro numero di identificazione qualora il prestatore 
eserciti un‟attività soggetta ad imposta; 
h) l‟indicazione in modo chiaro ed inequivocabile dei prezzi e delle tariffe dei servizi 
della società dell‟informazione, e evidenziando se comprendono le imposte, i costi di 
consegna ed altri elementi aggiuntivi da specificare; 
i) l‟indicazione delle attività consentite al consumatore e al destinatario del servizio 
e gli estremi del contratto qualora un‟attività sia soggetta ad autorizzazione o l‟oggetto 
della prestazione sia fornito sulla base di un contratto di licenza d‟uso. 
Le informazioni indicate all‟art.7 D.lgs n.70/2003 devono essere costantemente 
aggiornate e devono risultare accessibili in modo facile, diretto e permanente sul sito web 
e benché il legislatore non prescriva alcun obbligo di tradurre in una seconda lingua 
dell‟Unione europea le informazioni obbligatorie presenti sul sito, se si vogliono sfruttare 
le potenzialità di Internet, sarebbe opportuno avere una versione in lingua inglese
45
. Il 
requisito della facile accessibilità non deve riguardare lo stesso strumento con cui sono 
diffuse le informazioni, ma deve essere relazionata al supporto elettronico; ciò significa 
che l‟informazione può trovarsi altrove ed essere reperibile con un link.   
Naturalmente al consumatore, inteso nella sua ampia nozione di cyberconsumatore, il 
prestatore deve fornire in modo chiaro, comprensibile ed inequivocabile, prima dell‟inoltro 
dell‟ordine da parte del destinatario del servizio, tutte le informazioni inerenti alle varie 
fasi tecniche della conclusione del contratto, le modalità di correzione dei dati inseriti, le 
modalità di archiviazione e di accesso al contratto, l‟eventuale predisposizione di strumenti 
di composizione delle controversie o di adesione ai codici di condotta
46
. 
                                                 
45 Questo concetto si ritrova nell‟art.12 D.lgs n.70/2003, il quale prevede tra le informazioni dirette alla 
conclusione del contratto la necessaria indicazione << delle lingue a disposizione per concludere il contratto 
oltre all’italiano>>; quindi è utile fornire ai visitatori un sito in grado di essere comprensibile a tutti gli 
utente della rete globale. 
46 In riferimento Art.12 del D.lgs n.70/2003, “Attuazione della Direttiva 2000/31/CE relativa a taluni aspetti 




Tali obblighi pre-negoziali sono inderogabili con riferimento ai consumatori, poiché 
il decreto n.70 è orientato a tutelare i contraenti deboli (come sono certamente anche i 
minori), garantendo loro la conoscenza e la conoscibilità nelle singole fasi della 
conclusione, dell‟archiviazione e dell‟accessibilità del contratto. 
Quanto al minore che utilizza lo strumento elettronico si potrebbe ritenere che sia 
dotato di un certo grado di capacità tecnica nell‟utilizzo del mezzo, ma sia con ogni 
probabilità privo di capacità selettiva e di interpretazione delle informazioni ricevute; di 
conseguenza potrebbe essere ipotizzabile che la facilità di accesso debba essere valutata 
con meno rigore di quello usato nella stima della chiarezza ed inequivocabilità. 
L‟art.12, comma 3, del D.lgs n.70/2003 sancisce inoltre che il prestatore debba 
rendere disponibili al destinatario le informazioni, le clausole e le condizioni generali del 
contratto, in modo che gli sia consentita la memorizzazione e la riproduzione.  
Gli obblighi imposti al prestatore nell‟articolo sopra citato non sono applicabili ai 
contratti conclusi mediante scambio di messaggi di posta elettronica, perché quando il 
contraente stipula il contratto tramite e-mail ha maggiore consapevolezza e ponderazione 
della propria volontà. 
La violazione degli obblighi informativi inderogabili, precedentemente analizzata, è 
sanzionata in via amministrativa con sanzioni pecuniarie, da 103 a 10.000 euro, mentre 
sotto il profilo civilistico tale violazione comporta una responsabilità precontrattuale 
(ex.art.1337), ovvero l‟annullamento del contratto per dolo (ex.art.1439)47. 
Il minore, prima di stipulare un qualsiasi tipo di contratto, dovrà venire a conoscenza 
non solo delle informazioni preliminari indicate dal D.lgs. n.70 del 2003, ma sarà 
necessario integrarle con quelle indicate dal Codice del Consumo agli art.50 e ss.; così il 
soggetto sarà maggiormente tutelato nei confronti dei terzi, potendo agire in giudizio 
qualora uno dei propri interessi venga leso.  
 
 
2.2 Informazioni preliminari 
 
Il legislatore italiano, a seguito della mancanza nel nostro ordinamento di un testo 
unitario in tema di consumo (più specificatamente in materia di protezione dei 
consumatori), ha introdotto il Codice del Consumo (D.lgs. n.206/2005) con l‟obbiettivo, 
                                                 
47 In riferimento vedi ROSSELLO-E.TOSI, Il Commercio Elettronico, Milano, 2003,p.157 
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innanzitutto, di coordinare le norme che impongono obblighi informativi a tutela del 
consumatore.  
In particolare, il legislatore ha manifestato la volontà di anticipare il momento della 
tutela rispetto alla conclusione del contratto, per fronteggiare alcune tipologie di vendita di 
prodotti e servizi ritenute ragionevolmente a rischio per il consumatore
48
, consentendo così 
a tale soggetto di godere di una protezione adeguata; in questo modo si consacra 
l‟informazione quale principio cardine delle disposizioni sulla tutela della parte contraente 
debole, quale senza dubbio è anche il minore.  
Data l‟esigenza di armonizzare le regole aventi come oggetto i rapporti tra i 
consumatori, il legislatore ha ritenuto opportuno accorpare le disposizioni emanate a tutela 
del consumatore all‟interno del Codice del Consumo, determinando così l‟abrogazione 
delle norme racchiuse nei menzionati D.lgs. n.50/1992 e D.lgs. n.185/1999; l‟unica 
disciplina che non è stata accorpata è quella relativa al commercio elettronico, in quanto 
quest‟ultima è considerata legge speciale, dato che considera quella particolare tipologia di 
contratto a distanza che è il contratto telematico, mentre la disciplina del codice del 
consumo è ritenuta legge generale per quel che concerne la tutela dei consumatori nei 
contratti a distanza. Pertanto si tratta di due discipline autonome che si integrano l‟una con 
l‟altra. 
Il legislatore ha inteso mantenere il D.lgs. n.70/2003 (e non trapiantarne i contenuti 
nel Codice del consumo) per svariate ragioni che si possono desumere non solo 
dall‟ambito applicativo della normativa, la quale si differenzia dal codice del consumo per 
il fatto che considera oltre ai consumatori tutti gli altri contraenti che utilizzano la rete per 
proprie transazioni, ma anche per ragioni di politica economica e legislativa
49
. 
Questo concetto è stato ribadito dall‟art.68 del D.lgs n.206/2005, il quale sancisce che 
per gli aspetti non disciplinati dal presente decreto, si applicano le disposizioni del D.lgs. 
n.70/2003, in particolare quelle riguardanti il commercio elettronico.  
Il Codice del Consumo, avendo il fine di eliminare le eventuali asimmetrie 
informative esistenti tra il professionista ed il consumatore, che si apprestano alla 
conclusione di una transazione commerciale, ha ribadito il principio della trasparenza
50
, in 
                                                 
48 E.GUERINONI, Il nuovo statuto per i rapporti impresa- consumatore: Il Codice del Consumo, PMI . Il 
mensile della piccola e media impresa – n.11/2005, Ipsoa Editore. 
49 Il codice del consumo prende spunto da analoghe compilazioni apparse nell‟Unione Europea come la 
“Code de la Consommation” francese, perché lo scopo del legislatore deve essere quello di creare una 
disciplina organica. 
50 In riferimento A.LISI, La tutela del consumatore nei contratti B2C, in Il negozio telematico.I profili 
giuridici di un e-shop, Matelica, 2007, p.79 e ss. 
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base al quale i soggetti possono compiere le loro scelte economiche supportate dalla 
conoscenza di dati oggettivi e comparabili evitando così di cadere vittime di illusioni 
pubblicitarie o di informazioni mendaci. 
In ragione di ciò, vengono introdotti gli art.52 e 53 i quali pongono a carico del 
professionista un dovere di informazione e di documentazione nella fase pre-contrattuale e 
nella fase di esecuzione del contratto. 
L‟art. 52 ricalca nella sostanza l‟art. 3 del D.lgs. n.185/1999 prevedendo che il 
consumatore, e quindi anche il minore, debba ricevere in tempo utile, prima della 
conclusione del contratto a distanza, una serie di informazioni, quali: 
a) l‟identità del professionista, 
b) le caratteristiche essenziali del bene o del servizio; 
c) il prezzo del bene, comprese le tasse o le imposte; 
d) le spese di consegna; 
e) le modalità di pagamento, della consegna del bene o della prestazione; 
f) il costo dell‟utilizzo della tecnica di comunicazione a distanza; 
g) la durata e la validità dell‟offerta e del prezzo; 
h) durata minima del contratto in caso di contratti per la fornitura di prodotti o per la 
prestazione di servizi ad esecuzione continuata o periodica.  
Tali informazioni devono essere rese al minore, in modo inequivocabile, chiaro e 
comprensibile, utilizzando mezzi adeguati alla tecnica di comunicazione a distanza 
impiegata ed osservando i principi di buona fede e lealtà. 
In caso di commercio elettronico, gli obblighi informativi dovuti dal professionista 
devono essere integrati con le informazioni previste dall‟art.12 del D.lgs. n.70/2003. 
Il consumatore dovrà ricevere conferma per iscritto, o a sua scelta, su altro supporto 
duraturo a sua disposizione e a lui accessibile, delle informazioni sopra elencate, prima o 
al momento dell‟esecuzione del contratto51. Entro tale momento e nelle stesse forme deve 
comunque ricevere informazioni circa: 
- le condizioni e le modalità di esercizio del diritto di recesso; 
- l‟indirizzo geografico della sede del professionista a cui presentare reclamo; 
- le informazioni sui servizi di assistenza e sulle garanzie commerciali esistenti; 
- le condizioni di recesso in caso di durata indeterminata o superiore ad un anno. 
                                                 
51 Art.53 del Codice del consumo D.lgs. n.206/2005 Titolo I “Dei Contratti dei consumatori in generale”  
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Tali ultime disposizioni non trovano applicazione se si tratta di servizi forniti 
mediante una tecnica di comunicazione a distanza in un‟unica soluzione e siano fatturati 
dall‟operatore della tecnica di comunicazione. 
Nel nostro caso specifico, il fornitore che opera in rete dovrà inserire nella pagina 
contenente l‟offerta le informazioni generiche, i termini e le modalità del recesso, 
rinviando ad un'altra pagina web, collegata all‟offerta, per avere ulteriori informazioni 
specifiche
52
.   
Naturalmente tutte le informazioni sopra citate dovranno essere fornite anche al 
minore, in qualità di consumatore, che, concludendo contratti a distanza nei quali non ha la 
possibilità di interagire direttamente con il professionista e non avendo conoscenze 
adeguate o sufficienti per verificare se ciò che gli viene offerto ha effettivamente le 
caratteristiche che lui ricerca in quel bene o servizio potrebbe incorrere in raggiri, 
trovandosi in una situazione di forte asimmetria informativa e, dunque, di particolare 
debolezza.  
Tale diritto ad essere informato nella fase antecedente alla conclusione del contratto è 
stato, d‟altronde, ribadito non solo dall‟art. 3 della Convenzione Europea di Strasburgo sui 
diritti del fanciullo, in cui si sanciva il diritto del minore a ricevere tutte le informazioni 
pertinenti all‟oggetto nonché le possibili conseguenze di qualsiasi decisione; ma anche 
all‟art. 67 quater del Codice del consumo, che, in tema di commercializzazione a distanza 
di servizi finanziari, al secondo comma dispone che “le informazioni di cui al comma 
1…………..sono fornite in modo chiaro ed comprensibile………………, tenendo 
debitamente conto, nella fase precontrattuale, dei principi che disciplinano la protezione 
degli incapaci di agire e dei minori”.  
Prendendo in considerazione tale ultimo riferimento normativo, possiamo domandarci 
se l‟art.67 quater in tema di minori non possa avere una portata più generale. Se così fosse, 
tale disciplina potrebbe applicarsi non solo ai contratti relativi alla vendita on line di 
servizi finanziari ma a tutti i tipi di contratti conclusi dal minore in rete; in questo modo 
potremmo ampliare la tutela del minore in Internet riducendo i rischi che il soggetto può 
incontrare navigando.  
Uno dei possibili rischi in cui il minore può incorrere riguarda la mancata consegna 
del documento informativo, che, salvo diverso accordo delle parti, non dovrebbe eccedere 
i trenta giorni che decorrono dal giorno successivo a quello in cui il consumatore ha 
                                                 




trasmesso l‟ordinazione al professionista; in tale ipotesi sarà necessario raccordare la 
norma con gli art. 33 e ss. in tema di clausole vessatorie, valutando  l‟eventuale abusività 
della clausola che preveda tale eventualità e, in particolare, sancisca, a vantaggio del 
professionista, un termine superiore per l‟adempimento di tale obbligo. 
 Quando l‟inadempimento sia dovuto all‟indisponibilità temporanea dei beni o dei 
servizi richiesti, il professionista è tenuto ad informare il consumatore entro il  termine di 
trenta giorni, previsto all‟art.54, comma 1, attraverso una comunicazione scritta o 
utilizzando un qualsiasi supporto durevole. Nel medesimo termine il professionista è 
tenuto a rimborsare integralmente le somme eventualmente corrisposte per il pagamento 
della fornitura non disponibile. 
 Nel fissare il termine per l‟adempimento degli obblighi informativi in dottrina sono 
sorti dei dubbi interpretativi aventi ad oggetto il momento iniziale da cui farlo decorrere. 
Una parte della dottrina rifiuta l‟interpretazione letterale della disposizione che indurrebbe 
a far decorrere il termine di trenta giorni per la comunicazione e il rimborso a partire dalla 
trasmissione dell‟ordinazione, sostenendo che il momento debba essere fissato solo dopo 
che sia spirato il termine per l‟esecuzione dell‟ordinazione di cui al comma 153; altra parte 
della dottrina aderisce alla tesi, conforme alla disciplina comunitaria
54
, secondo cui il 
professionista è tenuto a comunicare l‟indisponibilità al consumatore, procedendo 




2.3 Esercizio del diritto di recesso 
 
Il minore una volta concluso il contratto stipulato on line avrà la possibilità di 
recedere in qualsiasi momento? O potrà farlo solo in presenza di una giusta causa?  
Questo problema viene risolto dagli art.64 e ss. del D.lgs.206/2005: si deve ritenere 
che il minore, in qualità di consumatore, possa manifestare volontà contraria alla 
prosecuzione del rapporto contrattuale già in essere, ripristinando la situazione di fatto e di 
diritto precedente, senza dover corrispondere alcuna penalità e senza dover esprimere 
alcun motivo entro il termine di  10 giorni lavorativi che decoreranno: 
                                                 
53 Vedi G.DE MARZO, I contratti a distanza, Milano, 2000, cit., p.37. 
54 Art.7 della Dir. 97/7/CE, secondo il quale “ il consumatore deve essere informato e deve poter essere 
rimborsato quanto prima delle somme eventualmente pagate e in ogni caso entro 30 giorni”  
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- per i beni, dal giorno del loro ricevimento da parte del consumatore, ove siano stati 
soddisfatti gli obblighi di informazione o dal giorno in cui quest‟ultimi sono stati 
soddisfatti, qualora ciò avvenga dopo la conclusione del contratto, purché non oltre i 3 
mesi dal termine della stessa;  
- per i servizi, dal giorno della conclusione del contratto o  dal giorno in cui 
quest‟ultimi sono stati soddisfatti, qualora ciò avvenga dopo la conclusione del contratto, 
purché non oltre i 3 mesi dal termine della stessa;  
Affinché il minore possa recedere è indispensabile che il soggetto abbia avuto modo 
di consultare on line l‟informativa relativa alle modalità e ai tempi per l‟esercizio del 
diritto di recesso. Il legislatore precisa inoltre che, per i contratti conclusi per 
corrispondenza o in base ad un catalogo, ciò dovrà essere riportato nel catalogo o su altro 
documento illustrativo della merce o del servizio oggetto del contratto, o nella relativa nota 
d‟ordine con caratteri tipografici uguali o superiori a quelle delle altre informazioni 
concernenti la stipulazione del contratto, contenute nel documento
55
. 
La legge stabilisce, tuttavia, alcune ipotesi in cui il diritto di recesso non può essere 
esercitato, le quali trovano collocazione nell‟art.5556.  
Quelle che maggiormente ci interessano riguardano la fornitura di prodotti audiovisi o 
di software informatici sigillati, aperti dal consumatore, perché è possibile che il minore 
avendo maggiore curiosità e bramosia, non attenda di verificare che ciò che gli viene 
consegnato o spedito effettivamente corrisponda all‟ordinazione, quindi nell‟eventualità vi 
siano delle differenze il soggetto non potrà restituirlo dato che è già stato aperto. Tale fatto 
trova la sua giustificazione nel principio secondo il quale, per i contratti riguardanti la 
vendita di beni (off – line), qualora vi sia stata la consegna della merce, è condizione 
necessaria per il diritto di recesso l’integrità del bene da restituire ovvero è sufficiente che 
sia in un normale stato di conservazione. 
In special modo non può essere esercitato il diritto di recesso nel caso di cessione di 
software, in quanto il consumatore potrebbe duplicarlo e poi successivamente recedere; 
                                                 
55 In riferimento Art.47 del Codice del Consumo, “Informazioni sul diritto di recesso” 
56 L‟art.55 del Codice del Consumo individua ipotesi di recesso quali:  
a) la fornitura di servizi la cui esecuzione sia iniziata con l‟accordo del consumatore, prima della 
scadenza del termine previsto dall‟art.64 comma 1; 
b) la fornitura di beni o servizi il cui prezzo è legato a fluttuazioni dei tassi di mercato finanziario che 
il professionista non è in grado di controllare; 
c) la fornitura di beni confezionati su misura o chiaramente personalizzati o che, per loro natura, non 
possono essere rispediti o rischiano di deteriorarsi o alterarsi rapidamente; 
d) la fornitura di prodotti audiovisivi o di software informatici sigillati, aperti dal consumatore; 
e) la fornitura di giornali, periodici e riviste; 
f) servizi di scommesse e lotterie. 
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quindi al fine di eliminare tale problematica si è preferito eliminare tale tutela nei confronti 
del consumatore. 
Il diritto di recesso da parte del consumatore-minore potrà essere esercitato nelle 
stesse forme previste dall‟art.6. del D.lgs. n.50/1992 ora traslato nell‟art.6457 del codice del 
consumo. 
Il professionista, qualora non provveda a fornire al minore le informazioni necessarie 
oppure ostacoli l‟esercizio del diritto di recesso o fornisca informazioni incomplete o 
errate o non conformi alle condizioni precedentemente richiamate, o nel caso non rimborsi 
al consumatore le somme da questi eventualmente pagate, è punito con una sanzione 
amministrativa
58
 pecuniaria da tremila a diciottomila euro. In caso di recidiva o particolare 
gravità i limiti minimo e massimo sono raddoppiati. La recidiva si verifica qualora sia stata 
commessa la stessa violazione per due volte in un anno, anche se precedentemente si sia 
provveduto al pagamento della sanzione mediante oblazione.  
Se il consumatore è un minore, l‟operatore commerciale che opera in rete dovrà, al 
fine di tutelare maggiormente tale soggetto, introdurre nella pagina web iniziale, 
comunemente chiamata “Home page”, nella quale offre i servizi, un riferimento “tutela 
minore” chiaramente visibile che rimandi ad apposite pagine web, attraverso le quali 
fornisce informazioni non solo sul corretto utilizzo dello strumento Internet e 
sull‟esistenza di strumenti a tutela di tale soggetto, ma anche sulle modalità di 
segnalazione di violazioni commesse da comunicare al soggetto Garante, cosi come 
disposto dall‟art.3.1 del Codice Internet Minori (di cui tratteremo, a breve, in modo 
specifico).   
 
2.4. Il problema delle clausole vessatorie  
 
Poco sopra si è fatto cenno al problema delle clausole vessatorie . Nel contratto 
stipulato tra un professionista ed un consumatore si considerano vessatorie
59
 quelle 
                                                 
57 L‟art.64 del D.lgs. n.206/2005 prevede che”Il diritto di recesso si esercita con l‟invio, entro i termini 
previsti dal comma 1, di una comunicazione scritta alla sede del professionista mediante lettera 
raccomandata con avviso di ricevimento. La comunicazione può essere inviata, entro lo stesso termine, anche 
mediante telegramma, telex, posta elettronica e fax, a condizione che sia confermata mediante lettera 
raccomandata con avviso di ricevimento entro le 48 ore successive; la raccomandata si intende spedita in 
tempo utile se consegnata all‟ufficio postale accettante entro i termini previsti dal codice o dal contratto, ove 
diversi. L‟avviso di ricevimento non è, comunque, condizione essenziale per provare l‟esercizio del diritto di 
recesso.” 
58 In riferimento Art.62 intitolato “Sanzioni” del D.lgs. n.206/2005. 
59 Art.33 del D.lgs. n.206/2005 intitolato Codice del Consumo, Titolo I, Dei contratti del Consumatore in 
generale, denominato “Clausole vessatorie nel contratto tra un professionista ed un consumatore”. 
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clausole che, malgrado la buona fede, determinano a carico del consumatore un 
significativo squilibrio dei diritti e degli obblighi derivanti dal contratto, recando così una 
posizione di particolare vantaggio al contraente – predisponente.  Lo squilibrio che rileva è 
solo normativo, visto che il controllo sostanziale sul contenuto del contratto è svolto dal 
giudice per verificare se, uno dei contraenti, è in una posizione di particolare squilibrio , 
dal punto di vista dei diritti di cui è titolare, rispetto alla controparte.  
Lo squilibrio, eventualmente esistente a causa della presenza di una clausola 
vessatoria, è ben più grave qualora il contratto sia stipulato da un consumatore minorenne. 
Trattandosi di un soggetto incapace di agire, la questione dovrà inoltre essere valutata 
anche alla luce delle misure di protezione cui il minore è sottoposto, con riferimento in 
particolare alla potestà del genitore, che ha la rappresentanza legale del figlio: il minore 
nel compimento anche degli atti giuridici, tra i quali può rientrare la conclusione di un 
contratto online, potrebbe anche essere sostituito dal genitore. 
 Le clausole di un contratto, di cui parte sia un consumatore, se ritenute vessatorie, 
sono nulle e insuscettibili di sanatoria neppure con la specifica approvazione per iscritto; 
naturalmente le clausole indicate all‟art.33 sono considerate presuntivamente vessatorie 
(c.d. grey list), perché fino a prova contraria sono assistite da una presunzione relativa di 
vessatorietà, superabile dal professionista che dimostri che sono frutto di una specifica 
trattativa individuale, ad esempio testimoniata dalla presenza nel programma negoziale di 
altre clausole volte a controbilanciare tale squilibrio. 
Poiché il consumatore stipula nelle contrattazioni telematiche un determinato 
contratto predisposto unilateralmente dal professionista, ad esempio nel point and click, il 
professionista deve  innanzitutto porlo nelle condizioni di venire a conoscenza utilizzando 
l‟ordinaria diligenza delle clausole generali inserite nel medesimo contratto; se così non 
fosse tali clausole sarebbero invalide. Nel web, affinché il minore venga a conoscenza di 
tale clausole, il professionista ha l‟obbligo di darne adeguata pubblicità sul sito, in modo 
da agevolarne la visibilità e la chiarezza, ciò con il fine di garantire una maggiore 
consapevolezza del contenuto contrattuale unilateralmente predisposto. 
Ciò però non basta, quando si abbia di fronte un minore consumatore. Le clausole 
inserite nella grey list si presumono comunque vessatorie e sussiste un onere del 
professionista predisponente, il quale, ai sensi dell‟art.34 comma 5 del D.lgs. n.206/2005,  
nel contratto concluso mediante sottoscrizioni di moduli o formulari, predisposti per 
disciplinare in maniera uniforme determinati rapporti contrattuali, deve provare che le 
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clausole o gli elementi della clausola, malgrado siano stati unilateralmente predisposti, 
siano stati oggetto di specifiche trattative con la controparte.  
Tale onere si ritiene da alcuni autori soddisfatto qualora il professionista provveda a 
pubblicare l‟intero rapporto negoziale sul web, mentre il consumatore aderente risponde di 
colpa grave in caso di omessa visione delle stesse
60
. Si tratta tuttavia di una ricostruzione 
discutibile, non potendo la conoscenza o conoscibilità delle clausole presuntivamente 
vessatorie sostituire lo svolgimento di un‟effettiva trattativa tra professionista e 
consumatore. 
Si pone oltretutto un problema qualora le condizioni generali del contratto siano 
visibili al consumatore solo accedendo a link ipertestuali o rendendo lo “scrollig a video 
delle condizioni generali passaggio obbligato per il contraente prima di poter accedere al 
tasto negoziale
61”, in quanto non siamo sicuri che così facendo il professionista ottemperi 
al principio generale della trasparenza ovvero renda realmente chiare e comprensibili le 
clausole nel web.  
Va comunque precisato che, se le clausole fornite al consumatore sono formulate per 
iscritto, in caso di dubbia interpretazione delle stesse prevale l‟interpretazione più 
favorevole al consumatore, così come sancito dall‟art.35 del Codice del consumo.  
Per quel che riguarda la nozione di trattativa individuale, essa, nell‟ambito della 
contrattazione telematica, è più complessa da accertare. Se può più facilmente verificarsi 
nell‟ipotesi in cui il contratto sia stato stipulato attraverso lo scambio di messaggi di posta 
elettronica, nel caso del point and click è più difficile pensare che il consumatore sia stato 
messo nella possibilità di effettuare delle scelte e dunque incidere sul contenuto del 
programma negoziale.  
Si può effettivamente parlare di trattativa individuale laddove il consumatore sia un 
minore? 
Se prendiamo in considerazione l‟ipotesi in cui il minore sia sostenuto nelle sue 
decisioni dal genitore allora non si potrà parlare di trattativa individuale ma collettiva 
perché svolta da più soggetti; se invece il minore svolge una contrattazione con l‟utilizzo 
delle elettronic agents
62
 avrà la possibilità di localizzare le offerte di servizio più 
                                                 
60 In riferimento P.PACILEO, Contratti on line e pagamenti elettronici, Torino, 2010, p.54 e ss. 
61 Testualmente E.TOSI, Il contratto virtuale: formazione e conclusione tra regole procedimentali comuni e 
speciali, in Commercio Elettronico e servizi della società dell’informazione, Milano, 2003, cit. p.217.   
62 L‟Agent o meglio conosciuto come Intelligent Agent è un elemento software auto-contenuto responsabile 
per l‟esecuzione di un determinato compito, contiene un certo livello di intelligenza ed opera per conto 




convenienti, negoziare tali offerte e concludere le transazioni, non diversamente da un 
adulto, dato che si tratta di programmi informatici capaci di stipulare on line un contratto 
per conto di altri. In questo modo potremmo parlare – secondo alcuni autori – di una vera e 
propria trattativa specifica ed individuale
63
. 
La clausola se ritenuta vessatoria è da considerarsi nulla, così come disposto 
dall‟art.36 D.lgs. n.206/2005, ma non comporta la nullità del contratto che rimane valido e 
vincolante, perché il consumatore ha interesse alla conservazione del contratto. Sono 
tuttavia da considerarsi nulle quelle clausole che, qualunque sia l‟oggetto della trattativa, 
abbiano per oggetto o per effetto di: 
a) escludere o limitare la responsabilità del professionista in caso di morte o danno 
alla persona del consumatore, risultante da un fatto o da un‟omissione del professionista; 
b) escludere o limitare le azioni del consumatore nei confronti del professionista o 
di un‟altra parte in caso di inadempimento totale o parziale o di inadempimento inesatto da 
parte del professionista; 
c) prevedere l‟adesione del consumatore come estesa a clausole che non ha avuto, 
di fatto, la possibilità di conoscere prima della conclusione del contratto. 
Tale nullità di protezione opera solo a favore del consumatore e può essere rilevata 
d‟ufficio dal giudice ma non dal professionista o da terzi interessati. 
E‟ altresì nulla ogni clausola contrattuale che, prevedendo l‟applicabilità al contratto 
di una legislazione di un Paese extracomunitario, abbia l‟effetto di privare il consumatore 
della protezione assicurata dalla normativa in esame, laddove il contratto presenti un 
collegamento più stretto con il territorio di uno stato membro dell‟Unione Europea. 
 
 
2.5. Contratti on line. Il minore nella sua veste di acquirente di prodotti e di 
autore di contenuti. 
 
Il minore nel mondo virtuale può porre in essere transazioni commerciali per scopi 
personali ponendosi nell‟ottica sia dell‟acquirente consumatore sia in qualità di autore, 
creando opere che saranno in un secondo momento immesse in Rete. Ma da dove 
possiamo dedurre tutto ciò? 
                                                 
63 Vedi G.SARTOR, Gli agenti software: nuovi soggetti del cyberdiritto?, 2002, www2.cirsfid.unibo.it e 
G.DE NOVA, Dal contratto tipico al contratto alieno, Milano, 2011, p.445 e ss.  
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In prima analisi, il minore può essere un acquirente della rete attraverso l‟utilizzo di 
form e tecniche come, ad esempio, il cosiddetto point and click, che facilita l‟utente ad 
effettuare delle scelte su determinati prodotti o servizi offerti dall‟imprenditore on line, 
con la predisposizione unilaterale del contratto effettuata appunto dal venditore - 
professionista, resa accessibile al minore attraverso l‟utilizzo dell‟electronic commerce 
agents, come precedentemente analizzato. 
 In tale ipotesi il minore opera nel cyberspazio per effettuare acquisti di beni e/o 
servizi al fine di soddisfare uno specifico bisogno, quindi sarà tutelato come consumatore e 
si applicheranno principalmente le norme del Codice del Consumo. Al fine di proteggere il 
minore nei rapporti commerciali on line, in Italia, la Confcommercio ha promosso 
l‟adozione del Codice Euro-Label64 che si propone di garantire acquisti sicuri on line 
mediante la certificazione delle imprese commerciali operanti nel settore. In particolare, 
l‟art.13 obbliga le imprese che aderiscono al presente codice di comportamento, a: 
 astenersi dal raccogliere dati personali relativi a minori; 
 astenersi dall‟indurre i minori a partecipare o a divulgare dati con la prospettiva 
di giochi d‟azzardo o simili attività; 
 astenersi dall‟accettare consapevolmente ordini di beni e servizi provenienti da 
minori non autorizzati all‟acquisto da un adulto; 
 astenersi dall‟introdurre nel sito link che effettuino collegamenti con siti 
fuorvianti, fraudolenti o illegali o i cui contenuti siano riservati agli adulti; 
 rispettare i principi di buona fede e di lealtà in materia di transazioni 
commerciali, soprattutto quelli dettati dalla protezione delle categorie dei consumatori più 
deboli; 
 astenersi dall‟utilizzare la proprietà intellettuale di terzi in modo fuorviante; 
 assicurare che la pubblicità del sito sia chiaramente identificabile come tale e 
che non sia ingannevole. 
L‟adozione di codici di condotta, così come suggeriti in prima istanza dalle Autorità 
competenti europee ed in seguito elaborati dai vari Stati membri, si propone di superare le  
carenze legislative, anche in materia di tutela dei minori, dettate dal contrasto fra la 
territorialità della norma e l‟universalità della rete.  
Sia la strada della regolamentazione che quella della autoregolamentazione per la 
tutela dei minori nel cyberspazio non possono prescindere dalla presenza dei genitori 
                                                 
64 Il Codice Eurolabel, è un codice di condotta denominato, Il Codice di Comportamento Europeo in materia 
di rapporti commerciali on-line , aprile 2002, www.confcommercio.it o euro-label.com 
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nell‟uso della rete da parte dei giovani come modello di efficace controllo della 
navigazione. 
Ma un altro aspetto da analizzare rispetto al minore in Internet è quello che lo vede 
nella veste di autore.  
Il minore, vedendosi riconosciuto il diritto di poter manifestare liberamente il proprio 
pensiero con la parola, lo scritto e ogni altro mezzo di diffusione (art.21, comma 1 Cost.),  
potrà, una volta compiuti sedici anni di età, acquisire la capacità di poter compiere tutti gli 
atti giuridici relativi alle opere da lui create e potrà esercitare le azioni che ne derivino
65
, 
quindi potrà essere considerato, appunto, come destinatario della tutela autorale o, più 
ampiamente, titolare di diritti di proprietà intellettuale. La creazione dell‟opera rientra 
nella facoltà di quest‟ultimo di poter esprimere liberamente i propri pensieri e le idee; 
naturalmente tale diritto viene garantito anche nella sua manifestazione sotto libertà di 
stampa, la quale trova un importante limite nella tutela all‟identità personale, all‟integrità 
morale e alla riservatezza delle persone sulle quali vengono diffuse le informazioni.  
Affinché possa essere tutelata l‟opera dell‟ingegno del minore, questa deve avere 
carattere creativo; quindi ai sensi dell‟art. 1 Legge n.663/41 sono considerate opere 
dell‟ingegno quelle che appartengono alla letteratura, alla musica, alle arti figurative, al 
teatro e alle cinematografia, qualunque ne sia il modo o la forma di espressione. A seguito 
di una modifica della L.663/41, sono altresì ricompresi i programmi per elaboratore, 
tutelati come opere letterarie ai sensi della Convenzione di Berna. 
Quindi il soggetto, una volta prodotta l‟opera in uno degli ambiti sopra indicati, potrà 
inserirla nel mondo virtuale, on line, facendo particolare attenzione alla tutela dell‟identità 
personale legata anche alla disciplina del c.d. diritto morale d‟autore, il quale prevede la 
possibilità dell‟autore di poter rivendicare la paternità dell‟opera e di poter opporsi a 
qualsiasi deformazione, mutilazione o altra modificazione, ed a ogni atto a danno 
dell‟opera stessa, qualora comportino pregiudizio al suo onore o alla sua reputazione66.  
Per rivendicazione della paternità dell‟opera s‟intende la facoltà dell‟autore di vedersi 
riconosciuto come il soggetto a cui si deve la creazione della stessa. Tale diritto può essere 
esercitato con: 
- l‟azione di usurpazione, quando viene apposta sull‟opera il nome di una persona 
diversa dall‟autore; 
                                                 
65 Art.108 sezione I, regole generali, Protezione del Diritto d’autore e di altri diritti connessi al suo 
esercizio, Legge 22 Aprile 1941, n.633. 
66 Art.20, Sezione II Protezione dei diritti sull‟opera a difesa della personalità dell‟autore. Diritto morale 
d‟autore, Legge n.633 del 22 Aprile 1941. 
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- l‟azione di disconoscimento, quando si mette in discussione il collegamento tra 
l‟opera e l‟autore, con dichiarazioni rese con mezzi di informazione o contenute a loro 
volta in opere letterarie. 
Ciò implica la prova da parte dell‟autore del rapporto genetico tra sé e l‟opera, che 
può essere offerta mediante presunzioni suscettibili di prova contraria.  
Spetta all‟autore introdurre delle modifiche all‟opera; se queste sono inserite da terzi 
soggetti possono andare a ledere l‟onore o la reputazione del soggetto. A sostegno di tale 
principio l‟art.22 l.autore enuncia che il diritto all‟integrità dell‟opera è inalienabile, 
quindi qualora il soggetto abbia effettuato delle modifiche non può più agire per impedirne 
l‟esecuzione o la soppressione.  
Infatti qualora l‟opera venga deformata, mutilata o modificata, se non è possibile 
ripristinare l‟esemplare nella forma originaria a spese della parte interessata ad evitare la 
rimozione o la distruzione, sulla base del principio dell‟integrità dell‟opera, la stessa è 
soggetta ugualmente alla rimozione o alla distruzione
67
. Tale sanzione si applica anche a 
difesa della paternità dell‟opera stessa.   
Il minore creata l‟opera può decidere di riprodurla o pubblicarla utilizzando la rete 
Internet, ed anche condividerla tramite, ad esempio, i Social Network, i quali permettono 
al soggetto la creazione di un apposito profilo pubblico o semi-pubblico in un sistema 
veicolato;  attraverso l‟articolazione di una lista di contatti il minore può inserire o inviare 
scritti, immagini e video autoprodotti e condividerli con diversi amici della lista. 
Dunque il problema della tutela autorale, sia sul piano del diritto morale d‟autore che 
del diritto allo sfruttamento commerciale dell‟opera, è significativo. 
 
2.6 Problematiche legate all’immagine e alla privacy sui social network e on line 
 
 Tra i social network più conosciuti ed utilizzati dagli adolescenti vi è Facebook
68
. 
Uno dei problemi in cui il soggetto può incorrere sui social network è quello relativo alla 
                                                 
67 In riferimento vedi art.170, Capo III –Difese e sanzioni giudiziarie, Sezione I – Difese e sanzioni civili, 
punto n.2 – norme particolari concernenti il diritto morale d‟autore, Legge n.633 del 1941. 
68 Facebook, è un social network, ad accesso gratuito, fondato nel 2004 dallo studente dell‟università di 
Harward Mark Zuckerberg, dal 2006 ha esteso l‟accesso a chiunque abbia compiuto dodici anni di età. Da 
mero strumento di archiviazione di contatti tra studenti, ha assunto i connotati di una vera e propria rete 
sociale destinata a coinvolgere un numero indeterminato di utenti in tutto il mondo. M.L.BIXIO, Social 
Network e danno morale da diffamazione, in Rivista di Diritto dell’Informatica e dell’Informazione, 2010, 
p.468.   
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tutela dell‟immagine69 perché se un soggetto inserisce immagini che ritraggono una terza 
persona in situazioni sconvenienti senza che abbia dato il suo consenso, quest‟ultima potrà 
rivolgersi al giudice e chiedere che gli venga riconosciuto o il diritto ad ottenere il 
risarcimento del danno (tutela risarcitoria) e/o la cessazione dell‟abuso dell‟immagine 
inserita sul blog o su un social network o comunque on line (tutela inibitoria).  
La ratio di tale disciplina, che si intreccia ai problemi di tutela costituzionale della 
reputazione e della riservatezza della persona, si scorge innanzitutto nell‟art.10 c.c. in cui 
si “vieta l‟esposizione o la pubblicazione dell‟immagine di una persona fuori dai casi 
previsti dalla legge, ovvero con pregiudizio al decoro o alla reputazione della persona 
stessa, dove l‟autorità giudiziale su richiesta dell‟interessato, può disporre che cessi 
l‟abuso, salvo il risarcimento del danno”. Il codice civile fa inoltre rinvio alla legge 
speciale sui diritti relativi al ritratto prevista all‟art.96, comma 1, Legge n.633/41, secondo 
la quale il ritratto di una persona non può essere “esposto, riprodotto o messo in 
commercio senza il consenso di questa”. Quindi, dando un interpretazione estensiva alla 
norme precedentemente richiamate, anche alla luce dei principi costituzionali di tutela dei 
diritti inviolabili della persona (art. 2) e di eguaglianza (art. 3), possiamo ritenere tutelata 
l‟immagine riprodotta ad esempio su un social network. 
Quanto appena detto è stato applicato dal Tribunale di Monza con la sentenza del 2 
Marzo del 2010, nella quale è stata accolta una richiesta di risarcimento del danno, 
accordato per quindicimila euro a titolo di danno morale per la lesione dell‟onore, della 
reputazione e del decoro della diffamata, affermando la risarcibilità del danno morale 
soggettivo, inteso come “transeunte turbamento dello stato d‟animo della vittima” del fatto 
illecito, ovvero come insieme delle sofferenze inflitte alla danneggiata dall‟evento 
dannoso, del tutto indipendente dalla rilevanza penalistica del fatto
70
. 
La vicenda aveva ad oggetto una giovane (F.B) affetta da una forma di strabismo, che 
tramite Facebook aveva conosciuto e intrapreso una relazione sentimentale sul web con 
T.P., il quale aveva immesso sul sito una fotografia della ragazza ben visibile agli altri 
utenti che offendeva gravemente l‟onorabilità della ragazza, non solo in relazione al suo 
difetto fisico, ma anche alla sua sfera sessuale. Per tale motivo la ragazza chiedeva al 
                                                 
69 In riferimento vedi U.BRECCIA, L.BRUSCAGLIA, F.D.BUSNELLI, F.GIARDINA, A.GIUSTI, 
M.L.LOI, E.NAVARRETTA, M.PALADINI, D.POLETTI, M.ZANA, Diritto privato Tomo primo, 2009, 
Assago(MI),p.123. 
70 In riferimento vedi M.L.BIXIO, Social network e danno morale da diffamazione, in Rivista di Diritto 
dell’Informatica e dell’Informazione, 2010, p.468. 
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Tribunale di Monza di condannare T.P. al risarcimento del danno morale soggettivo 
conseguente alla lesione subita.  
Nel caso trattato si nota come l‟impiego di mezzi di comunicazione di massa e delle 
nuove tecnologie favorisca ipotesi di reato, quali la diffamazione a mezzo Internet, in cui 
può risultare problematico l‟accertamento del colpevole. In tal caso il risarcimento del 
danno è scaturito dall‟illecito di diffamazione a mezzo Facebook, tipizzata dalla 
comunicazione a più persone, lesiva dell‟altrui reputazione, e dal nesso causale tra la 
condotta (evento lesivo) e il danno (conseguenza); dunque sul piano interpretativo è facile 
configurare una diffamazione a mezzo Internet, laddove lo scambio di informazioni sulla 
rete costituisce indubbiamente un modo, il più moderno, di comunicare con più persone
71
.  
Gli utenti minori operando su un Social Network ed inserendo attraverso il proprio 
profilo personale dati relativi non solo a loro medesimi ma anche a soggetti terzi, devono 
stare attenti ad eventuali lesioni dell‟altrui sfera giuridica che da ciò possano discendere. In 
particolare, si palesa il rischio che gli utenti non riescano a gestire i propri dati una volta 
immessi nei social network, perdendone il controllo: a seconda delle impostazioni privacy 
prescelte, non è detto che, anche a seguito di una successiva cancellazione dei dati su 
richiesta dell‟utente, ciò garantisca che soggetti terzi non possano ancora utilizzare o, 




Per tale motivo al fine di tutelare la sfera privata dei minori, vi è un espresso richiamo 
a non indicare i contatti personali su questi spazi aperti, affinché si possano evitare 
situazioni di lesione della sfera personale. A tal proposito l‟art.50 del Codice della Privacy 
dispone un divieto di pubblicazione e divulgazione con qualsiasi mezzo di notizie o 
immagini idonee a consentire l‟identificazione di un minore. 
In aggiunta, sono stati emanati tre documenti -  rispettivamente: International 
Working Group on Data Protection in Telecomunication (Aspetti di sicurezza degli Online 
Social Network), la Relazione e le Linee guida sulla Privacy nei Servizi di Social Network 
(marzo 2008); e nell‟ottobre del 2008, da parte della Conferenza Internazionale delle 
Autorità per la protezione dei dati e della privacy, una specifica Risoluzione sulla tutela 
                                                 
71 Rinvio all‟esame in: P. FAVA ,La responsabilità civile, Milano, 2009, p.579 e ss.   




della privacy nei servizi di social network
73
  - in cui sono inserite una serie di 
raccomandazioni nei confronti degli utenti e dei fornitori di tali servizi. 
Per quanto riguarda gli utenti, oltre a riconoscersi un diritto all‟educazione e alla 
tutela dei propri dati personali da parte dei gestori dei social network, dei governi e delle 
autorità garanti, si fa espresso richiamo all‟attenzione che essi devono porre nel momento 
in cui valutano quali informazioni pubblicare. Gli utenti, specialmente se minori, devono 
tenere presente che i dati pubblicati in un tempo determinato potrebbero riemergere in 
momenti successivi, anche e soprattutto in contesti differenti, ad esempio nell‟ambito 
lavorativo.  
Volto a tutelare la sfera privata dei minori è, poi, di nuovo, il richiamo degli stessi a 
non indicare i contatti personali su questi spazi aperti, al fine di evitare che possano 
verificarsi situazioni di lesione della loro sfera personale.  
Allo stesso modo, si ricorda come gli utenti abbiano l‟obbligo di rispettare la privacy 
altrui, compreso il necessario consenso alla pubblicazione di foto o video raffiguranti 
soggetti terzi, perché in tal caso l‟utente, anche se minore, può incorrere in sanzioni per 
esempio di tipo civilistico, come nell‟esempio precedentemente richiamato relativo alla 
Sentenza emessa dal Tribunale di Monza. 
Ai fornitori dei servizi di social network, poi, viene fatto esplicito richiamo al rispetto 
della normativa vigente in tema di tutela dei dati personali, prevedendo inoltre la 
possibilità di affidarsi ad attività di consultazione con le Autorità garanti dei Paesi in cui 
operano. Agli obblighi già imposti dalla legge si aggiunge quello per cui le informazioni 
fornite, in tema di modalità di trattamento, devono essere contestualizzate rispetto alla 
peculiare realtà che il social network rappresenta.  
Obbligo dei fornitori è, inoltre, quello di vigilare sulle modalità con cui i dati dei 
propri utenti sono utilizzati dai terzi, attribuendo ai primi la facoltà di decidere quali dati 
rendere pubblici e quali visualizzabili ai soli conoscenti. In relazione all‟utilizzo che terzi 
possono fare dei dati acquisiti, si prevede che i fornitori debbano predisporre dei 
meccanismi di consenso improntati all‟opt-out, per quanto riguarda i dati non sensibili, ed 
all‟opt-in per i dati di natura sensibile contenuti nel profilo (ad esempio relativi ad opinioni 
politiche o all‟orientamento sessuale) nonché rispetto ai dati di traffico.  
Al riguardo, può aggiungersi che i social network operanti nel nostro Paese dovranno 
predisporre soltanto forme di consenso improntate all‟opt-in, dato che il Codice privacy 
                                                 
73 In riferimento vedi, A.STAZI – A.M.GAMBINO, Un codice su misura per i Social Network, in Riv.,Il 
Sole 24 ore del 21 giugno 2009. 
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richiede all‟art.1374 questa forma di consenso; i limiti saranno più stringenti laddove 
l‟utente è un minore.   
Quali problematiche possono sorgere laddove il minore non utilizzi un social network 
ma un blog
75
, in cui pubblicare più o meno periodicamente i propri pensieri, opinioni, 
riflessioni, considerazioni ed altro, assieme, eventualmente, ad altre tipologie di materiale 
elettronico come video o immagini, creando così una sorta di diario online? 
Una delle problematiche riscontrate in Italia è quella di verificare se è possibile 
applicare al blog la normativa sulla stampa oppure, laddove ciò non sia possibile, applicare 
una disciplina di autoregolamentazione.  
Nell‟ottobre del 2007 il governo aveva presentato un disegno di legge sulla riforma 
dell‟editoria in cui all‟art.7 si stabiliva per i blog l‟obbligo di registrarsi, dato che si dava 
all‟art.2 un interpretazione estensiva al concetto di prodotto editoriale, facendovi così 
rientrare “qualsiasi prodotto contraddistinto da finalità di informazione, di 
divulgazione….. che sia destinato alla pubblicazione, indipendentemente dal mezzo 
utilizzato per farlo”; quindi considerato che un editore può essere una persona non avente 
una qualifica professionale, si riteneva potessero rientrare nel concetto di prodotto 
editoriale anche le riflessioni o le opinioni immesse su un blog poste in essere da un utente 
minorenne.  
Ad una prima analisi, potrebbe in effetti pensarsi che la normativa dell‟editoria sia 
applicabile anche ai blog pubblicati in Internet, ma ad oggi , poiché la normativa sopra 
citata non è stata approvata, non sembrerebbe possibile equiparare il blog ad una testata 
giornalistica. 
In realtà la disputa, sull‟applicabilità o meno della normativa dell‟editoria al blog, si è 
trasferita sul piano giudiziario, quando il Tribunale di Oristano con la sentenza del 25 
                                                 
74 Art.13 –Informativa, Codice della Privacy, “L‟interessato o la persona presso la quale sono raccolti i dati 
personali sono previamente informati oralmente o per scritto di: 
a) le finalità e le modalità del trattamento cui sono destinati i dati; 
b) la natura obbligatoria o facoltativa del conferimento dati; 
c) le conseguenze di un eventuale rifiuto di rispondere; 
d) i soggetti o le categorie di soggetti a cui i dati possono essere comunicati e l‟ambito di diffusione dei 
medesimi; 
e) i diritti dell‟art.7; 
f) gli estremi identificativi del titolare e ,se designati del rappresentante nel territorio dello stato ai sensi 
dell‟art.5. e del responsabile”. 
75 Il blog è la contrazione di web-log ovvero di diario in rete. Il fenomeno ha iniziato a prendere piede in 
America nel 1997; il 18 luglio del 1997 è stato scelto come data simbolica della nascita del blog, riferendosi 
allo sviluppo, da parte dello statunitense Dave Winer, del software che ne permette la pubblicazione. 




maggio del 2000, ha stabilito che un sito commerciale fosse assimilabile ad una testata 
giornalistica.  
La Corte di Cassazione, tuttavia, nel 2009 ha affermato espressamente che il blog e 
forum on line non possono essere equiparati alla stampa.  
Considerando che la Corte di Cassazione riconosce ad un soggetto diverso dal 
giornalista la possibilità di gestire un blog, potremmo concludere che un utente della rete, 
compreso un minorenne sotto la tutela del genitore, possa gestire un blog. 
Naturalmente all‟utente minore sarà comunque applicata la normativa di 
autoregolamentazione prevista dalle varie risoluzioni per la tutela della privacy sui social 
network, quindi troverà applicazione l‟art.13 sull‟informativa al trattamento dei dati 
personali, secondo quanto disposto dal D.lgs n.196/2003; un esempio l‟abbiamo anche dal 
sito Blogo, dove gli utenti una volta registrati possono accedere e fornire propri commenti 
su ogni genere di argomento, dalla letteratura alla tecnologia, e dove si necessita del 
consenso al trattamento dei dati personali,  così come precedentemente richiamato. 
Un aspetto rilevante è che nel blog l‟utente che pubblica notizie è direttamente 
responsabile di tutto ciò che viene immesso in rete, quindi qualora con immagini o video 
vada a ledere la dignità o l‟onore di terzi soggetti senza che questi abbiano dato il loro 
consenso al trattamento dei dati, incorrerà in sanzioni penali e civili, con la possibilità di 
vedersi preventivamente sequestrato il blog, così come risulta dalla sentenza n. 7555 della 
Corte di Cassazione del 24 febbraio del 2011
76
. 
Un caso interessante da rilevare, in materia di responsabilità per condotte tenute in 
Internet (anche da un minore), ha per oggetto il rapporto tra il diritto d‟autore e le nuove 
modalità di fruizione dei contenuti creativi tipiche del mondo digitale. 
Il minore, infatti, può essere colui che, invece di immettere in rete proprie opere 
attraverso l‟utilizzo di sistemi come You Tube, che nascono proprio per consentire ai 
singoli utenti della rete (non attrezzati con autonomi siti web) di pubblicare e condividere i 
prodotti della propria creatività (i cosiddetti user generated content
77
: letteralmente, 
“contenuti generati dagli utenti”), utilizza e diffonde prodotti digitali di altri utenti 
definibili user stolen content ovvero contenuti in violazione del copyright. Ciò in quanto 
gli utenti nella prassi comune utilizzano questi sistemi di pubblicazione e condivisione dei 
                                                 
76 Vedi www.callegarimartini.com, La cassazione a favore del sequestro preventivo. 
77 Wikipedia: http://it.wikipedia.org/wiki/Contenuto generato dagli utenti . 
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contenuti non ponendosi la questione della titolarità dei diritti d‟autore di terzi sui 
contenuti da loro rimaneggiati o spesso semplicemente replicati
78
. 
Ad oggi la questione giuridica, che rimane aperta, è quella di verificare le 
responsabilità del minore o del content access provider nei confronti dell‟autore dell‟opera, 
se il minore immetta un file caricato sul server del social network o se si tratti solo ed 
esclusivamente di un deep-linking, ovvero di un copia ed incolla del link dalla pagina web 
Youtube alla sua bacheca su Facebook. A seconda dell‟una o dell‟altra scelta cambiano 
radicalmente le responsabilità a carico dei due soggetti. 
 
2.7. Pratiche commerciali scorrette e tutela del consumatore 
 
 Il minore quando opera e naviga in Internet può individuare offerte commerciali 
idonee a soddisfare i propri bisogni, intraprendendo con il professionista una 
contrattazione e ottenendo così informazioni preliminari sul bene oggetto della trattativa.  
Affinché quest‟ultima avvenga in modo corretto, è necessario che il professionista 
fornisca informazioni lecite, corrette e trasparenti al consumatore, perché se così non fosse 
ci troveremo davanti ad informazioni ingannevoli che conducono ad una pratica 
commerciale scorretta che dovrà essere adeguatamente sanzionata dall‟Autorità Garante 
della Concorrenza e del Mercato (AGCM). 
Quindi una pratica si ritiene commerciale quando individua qualsiasi azione, 
omissione, condotta o dichiarazione, comunicazione commerciale ivi compresi la 
pubblicità e il marketing, posta in essere da un professionista, direttamente connessa alla 
promozione, vendita o fornitura di prodotti  ai consumatori. 
 E‟ importante, per il minore che acquista on line, capire quando si trovi di fronte ad 
una pratica commerciale aggressiva o ingannevole, affinché possa prendere adeguati 
provvedimenti. 
Con la Direttiva 2005/29/CE si è introdotta la disciplina relativa alle pratiche 
commerciali scorrette poste in essere da un professionista ai danni dei consumatori nel 
mercato interno, disciplina attualmente contenuta nel titolo III del D.lgs. n. 206/2005 
aggiornato a seguito dell‟entrata in vigore del D.lgs. n.146 del 2007, avente lo scopo di 
realizzare una armonizzazione massima della normativa a tutela del consumatore, 
all‟interno degli Stati membri, ottenendo un adeguato livello di certezza del diritto.   
                                                 
78 In riferimento S.ALIPRANDI, Diritto d’autore, social network e user generated content, nuove pratiche e 
nuove percezioni, in Rivista Informatica e Diritto,2009, p.186 e ss. 
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In particolar modo, le norme sulle pratiche scorrette vogliono tutelare l‟atto di 
consumo nel suo aspetto dinamico, ovvero quella fase in cui il professionista si mette in 




Secondo quanto disposto dall‟art.20 del Codice del Consumo, ci troviamo di fronte ad 
una pratica commerciale scorretta quando sono soddisfatti contemporaneamente due 
criteri di definizione: 
1. la pratica deve essere contraria all’obbligo della diligenza professionale, ossia 
è contraria “al normale grado della specifica competenza e attenzione che ragionevolmente 
i consumatori si attendono da un professionista nei loro confronti, rispetto ai generali 
principi di correttezza e di buona fede nel settore di attività del professionista”80. L‟utilizzo 
del termine “generale” consente all‟interprete di poter far riferimento alla buona fede 
oggettiva e al criterio di cui all‟art.1176, comma 2, c.c. nell‟adempimento diligente delle 
obbligazioni e, infine, di richiamare anche l‟art.1337 c.c. rispetto alle ipotesi di 
responsabilità precontrattuale
81
. Ciò consente un miglior raccordo con la disposizione 
dell‟art.39 ove si afferma che le attività commerciali devono improntarsi al rispetto di 
determinati principi tra cui la buona fede, valutati anche alla stregua delle esigenze di 
protezione delle categorie dei consumatori. Quindi, rispetto alla definizione di diligenza 
data dalla Direttiva 2005/29/CE, in cui si faceva riferimento ai “requisiti dell‟onesta 
pratica di mercato e/o del principio generale della buona fede nel settore di attività del 
professionista”, nella nuova versione si dà maggiore importanza al principio di buona fede 
utilizzato dal professionista nel suo settore di attività. 
2. La pratica deve inoltre essere falsa o idonea a falsare in misura apprezzabile il 
comportamento economico, in relazione al prodotto, del consumatore medio che essa 
raggiunge o al quale è diretta o del membro medio di un gruppo qualora, la pratica 
commerciale sia diretta ad un determinato gruppo di consumatori. In questo modo si altera 
sensibilmente la capacità del consumatore di prendere una decisione consapevole, 
inducendolo ad assumere una decisione che non avrebbe altrimenti preso. 
                                                 
79 In riferimento vedi L.DI MAURO, L’iter normativo: dal libro verde sulla tutela dei consumatori alla 
direttiva sulle pratiche commerciali sleali, in E.MINERVINI-L.R.CARLEO, Le pratiche comm.li sleali, 
Milano, 2007, p.26 e ss. 
80 In riferimento art.18 lett. h), Titolo III- Pratiche Commerciali, Pubblicità ed altre Comunicazioni 
Commerciali, Capo I- Disposizioni Generali, D.Lgs. n. 206/2005, modificato dal D.lgs n.146/2007. 
81 In tal senso sono state idealmente accolte le indicazioni provenienti dai primi commenti della Direttiva 
2005/29/CE e DE CRISTOFARO, in AA.VV., Le Pratiche commerciali sleali tra imprese e consumatori: La 
direttiva 2005/29/CE e il diritto italiano, cit, Torino, 2007, p.124 e ss.   
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Quindi una pratica commerciale scorretta non guarda solo al risultato, ma 
ricomprende le modalità con cui quel risultato è stato raggiunto e, dunque, gli strumenti 
utilizzati per perseguirlo, considerando anche quelli che incidono sulla sfera emotiva dei 
soggetti ai quali la promozione si rivolge, facendo così passare in secondo piano 
l‟informazione, sulla quale una promozione sleale o aggressiva può avere il sopravvento. 
Quindi una pratica commerciale è considerata sleale quando crea un pregiudizio 
diretto al consumatore. Tale criterio viene misurato facendo riferimento al consumatore di 
intelligenza media, normalmente informato e ragionevolmente circospetto, come definito 
dalla giurisprudenza della Corte di Giustizia del 16 Luglio del 1998.  
Dunque la normativa utilizza come parametro di riferimento il consumatore medio, 
ossia un soggetto normalmente informato e ragionevolmente attento ed avveduto, tenendo 
conto dei fattori sociali, culturali e linguistici
82
. Nel caso in cui il consumatore sia un 
soggetto minorenne, la scorrettezza della pratica commerciale dovrà essere valutata 
facendo riferimento alla condizione di una categoria di consumatori vulnerabili, per 




Quando i soggetti sono vulnerabili, la pratica commerciale sleale dà origine a danni 
ampi ed importanti, questo perché il consumatore, in particolare il minore, può soffrire di 
cinque diverse asimmetrie informative
84
, quali: 
1) asimmetrie informative contingenti, quando il consumatore non ha le 
informazioni necessarie per risolvere al meglio il suo problema decisionale oppure avendo 
a disposizione tali informazioni non è in grado di leggerle e valutarle, ad esempio per via 
della scarsità di tempo disponibile per scegliere. 
2) asimmetrie valutative strutturali, quando i prodotti sono complessi ed il 
consumatore non ha le conoscenze adeguate o effettua acquisti di rado. 
3) asimmetrie valutative temporali, quando sussiste un gap tra la decisione di 
acquisto e la manifestazione del prodotto acquistato (bene o servizio che sia). 
4) asimmetrie di transazione, quando il consumatore risulta vincolato nelle sue 
scelte o nella fase negoziale o nelle modalità di consumo, con costi di transazione 
strutturalmente o contrattualmente elevati.   
                                                 
82 La nozione di consumatore medio la si può desumere dal considerando n°18 della Dir.2005/29/CE. 
83 Art.20, comma 3, Divieto di pratiche commerciali sleali, Capo II- Pratiche commerciali sleali. 
84 In riferimento vedi, M.ADDIS, Le pratiche commerciali sleali e le risorse di fiducia delle imprese: aspetti 
positivi e questioni irrisolte, in E.MINERVINI-L.R.CARLEO, Le pratiche commerciali sleali – Direttiva 
comunitaria ed Ordinamento italiano, Milano, 2007, p.61 e ss.  
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5) asimmetrie dimensionali o negoziali, quando sussiste un disequilibrio notevole 
tra le dimensioni delle due controparti; ciò fa sì che l‟autonomia del consumatore sia 
maggiormente vulnerabile , conducendolo a scelte non ottimali e comunque a rischio. E‟ il 
caso ad esempio del consumatore che per affrontare le asimmetrie contingenti ed 
informative si rivolge al venditore on line che propone alternative di vendita tra cui 
scegliere.  
Naturalmente la normativa ha lo scopo di prevenire lo sfruttamento dei consumatori 
più vulnerabili, eliminando le eventuali asimmetrie informative. Per far ciò un presupposto 
indispensabile riguarda la fornitura al consumatore di una lista di informazioni chiave 
affinché quest‟ultimo possa scegliere in modo consapevole. Questo obbiettivo – come si è 
visto – è presente anche in tema di contratti a distanza, ove il legislatore all‟art.52, comma 
2, evidenzia l‟esigenza di proteggere le categorie di consumatori particolarmente 
vulnerabili, nel nostro caso il minore
85
. 
In aggiunta il considerando n°19 della Dir.2005/29/CE prevede la possibilità di 
includere nell‟elenco delle pratiche considerate in ogni caso scorrette una disposizione che, 
senza imporre uno specifico divieto alla pubblicità destinata ai bambini, tuteli questi ultimi 
da esortazioni dirette all‟acquisto. 
Il minore, qualora incorra in una pratica commerciale ritenuta ingannevole, una volta 
divenuto maggiorenne, o il suo rappresentante legale,potrebbe anche richiedere 
l‟annullamento del contratto, dato che le ipotesi sono riconducibili allo schema del dolo, 
nei termini che si sono descritti nel precedente Capitolo. 
Infatti una pratica commerciale è ritenuta ingannevole quando “contenga 
informazioni false, o seppure di fatto corrette, in qualsiasi modo, anche nella sua 
presentazione complessiva, induce o è idoneo ad indurre in errore il consumatore medio 
riguardo a uno o più dei seguenti elementi e, in ogni caso, lo induce o è idoneo ad indurlo 
ad assumere una decisione di natura commerciale che non avrebbe altrimenti preso”86. 
E‟ altresì considerata ingannevole una pratica commerciale, tenuto conto di tutte le 
circostanze del caso, che induca o sia idonea ad indurre il consumatore medio ad assumere 
una decisione di natura commerciale che non avrebbe altrimenti preso e comporti: 
                                                 
85 G.ALPA, Introduzione al diritto dei consumatori, Bari, Laterza, 2006, p.83 e ss. 
86 In riferimento art.21-Azioni ingannevoli, Sezione I-Pratiche Commerciali ingannevoli, Capo II -Pratiche 
scorrette, Legge n.206/2005 così come modificata dal D.lgs n.146/2007. 
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a) una qualsivoglia attività di commercializzazione del prodotto, che ingeneri 
confusione con i prodotti, i marchi, la denominazione sociale e altri segni distintivi di un 
concorrente, ivi compresa la pubblicità comparativa; 
b) il mancato rispetto da parte del professionista degli impegni contenuti nei codici 
di condotta che il medesimo si è impegnato a rispettare. 
Ma, al di là del rimedio generale dell‟annullabilità per vizi del consenso, vanno 
considerate le sanzioni previste dalla normativa europea e da quella italiana di attuazione. 
Ai commi 3 e 4 si sanziona quella pratica ingannevole che omette di dare notizie sulla 
pericolosità del prodotto e, in special modo, quella che, in quanto suscettibile di 
raggiungere i bambini ed adolescenti, è idonea a minacciare la loro sicurezza. 
Quindi non è necessario provare che il consumatore sia stato effettivamente 
ingannato, dato che la sola possibilità di inganno può essere considerata pratica 
ingannevole se sono presenti anche gli altri elementi e non è dunque necessario dimostrare 
di aver subito una perdita economica. Tale aspetto è ancor più significativo laddove il 
consumatore sia un minore perché sarà necessario garantire a tale soggetto una sicurezza 
più elevata data la sua incapacità di valutare in modo attento e scegliere ponderatamente 
tra due o più soluzioni che gli si presentano nel mondo virtuale, dove oltretutto il soggetto 
non può verificare di persona le caratteristiche dei prodotti prescelti.  
A sostegno di tale tesi possiamo citare l‟art.31del Codice del consumo, in tema di 
tutela dei minori, in cui si esplicita che “la televendita non deve esortare i minorenni a 
stipulare contratti di compravendita” ed in special modo non deve arrecare un pregiudizio 
morale o fisico a tali soggetti. Per far ciò si devono rispettare “i seguenti criteri a loro 
tutela: 
a) non esortare i minori ad acquistare prodotti o servizi, sfruttandone 
l‟inesperienza e la credulità; 
b) non esortare i minorenni a persuadere i genitori o altri ad acquistare i prodotti o 
servizi; 
c) non sfruttare la particolare fiducia che i minorenni ripongono nei genitori, negli 
insegnanti o negli altri; 
d) non mostrare minorenni in situazioni pericolose”. 
Quindi potremmo domandarci se a tale norma possa essere data un interpretazione 
estensiva, facendo così rientrare la tutela del minore non solo nell‟ambito delle televendite 
effettuate tramite televisione ma anche quelle apportate con strumenti informatici quali 
Internet, ricomprendendo qualsiasi tipo di pubblicità on line che possa in ogni modo 
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ingannare il minore, affinché quest‟ultimo non sia portato ad acquisire un determinato 
prodotto, rispetto ad un altro, a causa di una pratica scorretta del professionista e possa 
invece acquistare un bene o un servizio con le caratteristiche da lui ricercate. 
 Il professionista può porre in essere, oltre alle azioni ingannevoli sopra citate, 
anche omissioni ingannevoli
87
, con le quali si omettono informazioni rilevanti di cui il 
consumatore medio ha bisogno per prendere una decisione consapevole di natura 
commerciale. Ciò si verifica persino quando il professionista occulta o presenta in modo 
oscuro, incomprensibile, ambiguo o intempestivo le informazioni rilevanti o quando non 
indica l‟intento commerciale della pratica stessa qualora questi non risultino già evidenti 
dal contesto, nonché quando, nell‟uno o nell‟altro caso, ciò induce o è idoneo ad indurre il 
consumatore medio ad assumere una decisione che non avrebbe altrimenti preso.  
Queste ipotesi rientrano, tra l‟altro, nello schema del dolo omissivo (c.d. reticenza), in 
relazione al quale la giurisprudenza ha ritenuto che, pur potendo il dolo omissivo viziare la 
volontà e determinare l‟annullamento del contratto, tuttavia esso rileva a tal fine solo 
quando l‟inerzia della parte contraente si inserisca in un complesso comportamento 
preordinato, con malizia ed astuzia, a realizzare l‟inganno perseguito88.  
Naturalmente l‟art.22 non indica tutte le informazioni ritenute rilevanti: queste 
dovranno essere definite caso per caso tenendo conto del contesto nel quale opera il 
consumatore medio vulnerabile. Sono però ricomprese quelle previste dal diritto UE, 
connesse alle comunicazioni commerciali, compresa la pubblicità o la 
commercializzazione del prodotto, e quelle contenute nella direttiva sui contratti a distanza 
che, com‟è noto, obbliga il professionista a fornire informazioni preliminari e una 
conferma scritta di tali informazioni.  
 Se invece il minore è indotto ad assumere una decisione di natura commerciale 
mediante coercizione, molestie, compreso il ricorso alla forza fisica o all‟indebito 
condizionamento, tali da limitare la sua libertà di scelta o di comportamento, ciò vuol dire 
che il soggetto si trova di fronte ad una  pratica commerciale aggressiva
89
.  
                                                 
87 In riferimento vedi Art.22-Omissioni ingannevoli, Sezione I-Pratiche commerciali ingannevoli, Capo II- 
Pratiche comm.li scorrette, D.lgs n.206/2005 modificato a seguito dell‟introduzione del D.lgs n.146/2007. 
88 In rifermento M.NUZZO, Pratiche commerciali sleali ed effetti sul contratto: nullità di protezione o 
annullabilità per vizi del consenso?, in E.MINERVINI – L.R.CARLEO, Pratiche Commerciali Sleali, 
Milano, 207, p.240 e ss.; La natura del dolo omissivo rileva nelle ipotesi di omissioni ingannevoli così come 
risulta dalla sentenza della cassazione del 20 aprile del 2006 n.9253, n.2104 del 12 febbraio del 2004, così 
come nella n.8295 del 11 ottobre del 1994. 
89 Qui può essere utile un‟interpretazione estensiva della disciplina dettata per le vendite fuori dai locali 
commerciali di cui agli art.45 e ss. del Codice del consumo, possibilità che trova sostegno anche nell‟art..5, 
comma 3, dello stesso codice, dove si sostiene che “Le informazioni al consumatore, da chiunque 
provengono, devono essere adeguate alla tecnica di comunicazione impiegata ed espresse in modo chiaro e 
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 o gli slip screen
92, in cui si esorta quest‟ultimo 
all‟acquisto del bene pubblicizzato, ciò condizionerà indebitamente quel minore, che 
ingenuamente potrebbe convincere i genitori a comprarlo o, se in possesso di autonoma 
carta prepagata, provveder direttamente all‟acquisto on line.  
Per determinare se effettivamente il soggetto ha subito molestie, coercizioni, sarà 
necessario verificare se sussistono i seguenti elementi
93
: 
1. i tempi, il luogo, la natura o la persistenza; 
2. il ricorso alla minaccia fisica o verbale; 
3. lo sfruttamento da parte del professionista di qualsiasi evento tragico o 
circostanza specifica di gravità tale da alterare la capacità di valutazione del consumatore, 
al fine di influenzare la decisione relativa al prodotto; 
4. qualsiasi ostacolo non contrattuale, oneroso o sproporzionato, imposto dal 
professionista qualora un consumatore intenda esercitare diritti contrattuali, compresi il 
diritto di risolvere un contratto o quello di cambiare prodotto o rivolgersi ad un altro 
professionista; 
5. qualsiasi minaccia di promuovere un‟azione legale ove tale azione sia 
manifestamente temeraria o infondata.  
Vi sono casi in cui una pratica è considerata in ogni caso aggressiva o ingannevole, 
ovvero scorretta in ogni circostanza. Tipici esempi di pratiche considerate in ogni caso 
sleali sono: 
a) la pubblicità con prodotti civetta, ovvero invitare all‟acquisto di prodotti ad un 
determinato prezzo e successivamente: I) rifiutare di mostrare l‟articolo pubblicizzato al 
consumatore o II)rifiutare di accettare ordini per l‟articolo o di consegnarlo entro un 
periodo di tempo ragionevole o III) fare la dimostrazione dell‟articolo con un campione 
difettoso, con l‟intenzione di promuovere un altro prodotto; 
                                                                                                                                                   
comprensibile, tenuto conto anche delle modalità di conclusione del contratto o delle caratteristiche del 
settore, tali da assicurare la consapevolezza del consumatore”.R.CARLEO, art.5. in Codice del Consumo. 
Commentario a cura di ALPA e R.CARLEO, Torino, 2005, cit, p.132. 
90 Il pop-up è un formato pubblicitario che si apre automaticamente in una propria finestra del browser (ad 
esempio 200X300 pixel), ciò comporta la massima attenzione del pubblico. 
91 Gli skyscreen è un formato pubblicitario(140X180 pixel), denominato “grattacielo”, offre un effetto 
dirompente per la promozione del marchio. 
92 Gli sleep-screen sono visualizzabili all‟utente che naviga, nella parte superiore del sito web, , dopo alcuni 
secondi scompaiono automaticamente, ma offre attraverso il formato a schermo intero una possibilità di 
branding dal richiamo forte ed incisivo.   
93 Art.25 –Ricorso a molestie, coercizione o indebito condizionamento, Sezione II -Pratiche commerciali 
aggressive, Capo II-Pratiche commerciali scorrette, D.lgs n.206/2005 modificato dal D.lgs n.146/2007. 
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b) le offerte limitate, ovvero valide solo per determinati giorni: in questo modo si 
priva il consumatore della possibilità o del tempo sufficiente per prendere un decisione 
consapevole; 
c) la fornitura non richiesta, dove si esige il pagamento immediato o differito di 
prodotti che il professionista ha fornito ma il consumatore non ha richiesto; 
d) ripetute e sgradite sollecitazioni effettuate tramite posta elettronica o qualsiasi 
altro mezzo di comunicazione a distanza; 
e) messaggi pubblicitari con esortazioni rivolte ai bambini, affinché acquistino o 
si rivolgano ai genitori per acquistare i prodotti reclamizzati. 
Qualora una pratica sia sleale, indipendentemente dal fatto che sia aggressiva o 
ingannevole, questa non può comportare la nullità del contratto, perché in nessun caso la 
violazione penetra nel contenuto del contratto attraverso i suoi elementi essenziali.   
Prima di analizzare in che modo il minore trovi tutela in presenza di una pratica 
ritenuta scorretta, è bene analizzare l‟ipotesi d), accennata poco sopra, in cui il soggetto 
minore riceve tramite e-mail comunicazioni commerciali indesiderate, meglio conosciute 
come spamming
94
. Tale tipo di pubblicità è considerata una pratica sempre illecita, perché 
il professionista invia il messaggio accedendo al server del provider dell‟utente-minore 
senza che quest‟ultimo abbia dato il suo consenso preventivo al trattamento dei propri dati 
personali. L‟utente, in special modo se minore, ha la possibilità di opporsi al trattamento 
dei propri dati per finalità commerciali, come previsto dal D.lgs. 196/2003, il quale 
stabilisce inoltre, anche in seguito alla prestazione del consenso, il diritto dell‟interessato 
di opporsi in ogni momento, in tutto o in parte, al trattamento dei propri dati, previsto ai 




Dunque, l‟invio di e-mail o di messaggi elettronici non desiderati a contenuto 
pubblicitario, è lecita, solo se l‟utente minore di Internet ha espresso il proprio consenso 
esplicito, conformandosi così al principio dell‟”opt-in” come confermato dall‟art.130 del 
D.lgs del 30 giugno n.196 in tema di Privacy, ove si prevede al comma 1 e 2 che deve 
                                                 
94 Il termine “spamming” trova la sua origine nel marchio utilizzato da Hormel Food per contraddistinguere 
la carne in scatola comunemente ritenuta di scarsa qualità denominata “Spam”. Nella terminologia di Internet 
sta ad indicare un invio massiccio e ripetuto di messaggi non desiderati, principalmente a contenuto 
pubblicitario, trasmessi per via elettronica, provenienti da un mittente che maschera o falsifica la propria 
identità.  
95 In riferimento vedi E.TOSI, Il commercio elettronico e i servizi della società dell’informazione, Milano, 
2003, p.115 e ss. 
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essere fornito il consenso per l‟uso di dati personali dell‟utente finale per finalità di 
marketing diretto.   
Ovviamente si pone qui il problema di valutare se il consenso del minore al 
trattamento dei propri dati personali sia validamente espresso, dovendosi anche richiamare 
all‟orientamento che fa riferimento alla capacità di discernimento del minore. 
La sussistenza di una pratica scorretta, di cui risultino vittime anche soggetti minori, 
porta con sé le conseguenze previste dal Codice del consumo agli art. 27 ss. 
Il minore, attraverso il suo rappresentante legale, potrà rivolgersi all‟Autorità Garante 
della Concorrenza e del Mercato e chiedere che venga inibita la continuazione delle 
pratiche commerciali scorrette.  
Quindi si istaura un contraddittorio nel quale le parti presentano memorie e prendono 
visione dei documenti, esso prevede un termine di 90 giorni prorogabile di altri 75 qualora 
siano richieste ulteriori informazioni. Un ulteriore termine di 30 giorni è richiesto per la 
richiesta di parere all‟Autorità delle garanzie delle Comunicazioni nelle ipotesi in cui il 
messaggio pubblicitario sia diffuso via Internet. Per lo svolgimento di tali compiti 
l‟ACGM può avvalersi del sostegno della Guardia di Finanza, nella fase dell‟acquisizione 
della comunicazione oggetto di valutazione e nella più generale raccolta di elementi 
istruttori
96
. In caso di particolare urgenza l‟autorità con provvedimento motivato può 
disporre la sospensione provvisoria delle pratiche commerciali scorrette. 
L‟Autorità, ad eccezione dei casi di manifesta scorrettezza o gravità della pratica 
commerciale, può ottenere dal professionista  l‟impegno di porre fine all‟infrazione, 
cessando la diffusione della stessa o modificandola in modo da eliminarne i profili di 
illegittimità; in questo modo l‟ACGM pone in essere un intervento non solo regolatorio ma 
anche conciliativo. 
Con il provvedimento che vieta la pratica commerciale scorretta l‟Autorità dispone 
l‟applicazione di una sanzione amministrativa pecuniaria che non può essere inferiore a 
500.000 euro. È chiaro che la pratica scorretta che raggiunga on line bambini o adolescenti 
si caratterizza per una particolare gravità.   
Senza dubbio il ruolo degli adulti e, in particolare, dei genitori rimane importante. Il 
minore infatti  dovrà essere educato nei consumi affinché possa acquisire maggiore 
consapevolezza e possa ridurre così il gap esistente tra la ricerca delle informazioni e la 
valutazione delle alternative nella fase antecedente alla conclusione di un rapporto 
                                                 
96 In riferimento vedi, C.PIAZZA, Dalla pubblicità ingannevole alle pratiche commerciali sleali. Tutela 
amministrativa e giurisdizionale, in Riv. Diritto dell’Informatica e dell’Informazione, 2008, p.11 e ss. 
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negoziale on line. Tuttavia anche il professionista è chiamato a dare il suo contributo 
attraverso, soprattutto, il divieto di pratiche commerciali scorrette. 
 
2.8 Tutela del minore - Codice Internet Minore 
 
In Italia, a seguito dei numerosi avvenimenti di cronaca che hanno confermato la 
gravità dei rischi connessi alla particolare esposizione del minore ai nuovi servizi offerti 
dalla società dell‟informazione, il Ministero delle Comunicazioni ha promosso 
l‟elaborazione di un codice di co-regolamentazione denominato “Internet@minori”.  
Ciò è avvenuto perché da uno studio commissionato dal Dipartimento per 
l‟innovazione e le tecnologie a Nielsen/Net Ratings si era evidenziato che, su un campione 
di 4.800 minori tra i 2 e i 13 anni appartenenti a Italia, Francia, Germania e Regno Unito, 
nel periodo gennaio-marzo 2002, i baby-navigatori nel nostro Paese erano il 35% del 
totale, percentuale solo superiore alla Francia (25%), contro il 54% e 55% dei coetanei 
tedeschi ed inglesi. La ricerca ha evidenziato che naviga da casa ben il 42% dei 
giovanissimi.  E‟ risultato che i dodicenni navigano per un tempo triplicato rispetto ai 
bambini di 7 anni e visitano fino a 47 siti diversi contro i dieci dei più piccoli.  
La lettura di tali dati fa rilevare che la quasi totalità dei bambini prova ad interagire 
con le pagine web visitate e che gran parte di loro raggiunge lo scopo perseguito e che solo 
in pochi rimangono utenti passivi nel cyberspazio; in particolare i giovanissimi, che senza 
difficoltà accedono alla rete, navigano con l‟intento di curiosare tra i siti più allettanti, di 
solito quelli più pericolosi per chi, con ingenuità e credulità, aderisce con totale 
disponibilità a quanto reperito on line
97
. 
Il Codice Internet@minori, sottoscritto il 19 novembre del 2003, si fonda sulla 
condivisione delle responsabilità tra il pubblico ed il privato, una sorta di 
“autoregolamentazione regolata” che ha come finalità quella di tutelare il minore, 
garantendo a quest‟ultimo il diritto all‟informazione e alla libertà di espressione, nonché la 
possibilità di utilizzare lo strumento telematico nell‟ambito della sua educazione, che 
compete innanzitutto alla famiglia, la quale può essere agevolata da un corretto utilizzo 
delle risorse presenti sulla rete telematica al fine di aiutare i minori a conoscere 
progressivamente la vita e ad affrontare i problemi ed i pericoli. 
                                                 
97 In riferimento vedi E.GROSSI, La tutela del minore nel commercio elettronico e nella rete Internet, in 
Riv. Liuc Papers n.138, suppl. a dicembre 2003. 
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Al Codice possono aderire tutti i soggetti interessati, in modo volontario; dunque non 
solo le associazioni firmatarie, rappresentative del professionisti del settore, ma tutti i 
provider. Coloro che lo sottoscrivono hanno la possibilità di pubblicare sui propri servizi e 
nelle comunicazioni commerciali, la dicitura “Aderente al codice di autoregolamentazione 
Internet@minori”98, oltre al relativo logo concesso in licenza ad uso gratuito e a tempo 
indeterminato, salvi gli effetti del recesso o dell‟eventuale revoca.  
L‟adesione comporta obblighi inderogabili quali l‟accettazione integrale dei contenuti 
ed in particolare l‟attività di vigilanza e le sanzioni previste, nonché l‟onere di adattare le 
condizioni contrattuali di prestazione dei servizi alle disposizioni del codice. 
   Al fine di tutelare il minore, si stabilisce che venga inserito, nella Home page 
dell‟Aderente, un chiaro e visibile riferimento “Tutela del minore” collegato ad apposite 
pagine web in modo da fornire informazioni corrette sulle modalità per un utilizzo sicuro 
della Rete, sugli strumenti esistenti per la sua tutela e sulle modalità di segnalazione al 
Comitato di Garanzia di eventuali abusi riscontrati.  
Affinché venga garantito al minore un accesso sicuro e paritario alle risorse di rete, il 
codice impone all‟Aderente di offrire, secondo le tecnologie disponibili, alle famiglie e 
alle aggregazioni giovanili servizi di navigazione differenziata
99
 che dovranno essere 
identificati chiaramente come tali ovvero di indirizzare il cliente e gli utenti verso altri 
fornitori di navigazione differenziata.    
Inoltre la Commissione parlamentare per l‟infanzia100 promuove la sensibilizzazione 
delle famiglie ad un controllo più incisivo sui minori, nel rispetto dei loro diritti 
riguardanti la libertà di espressione, la salute, la sicurezza e la riservatezza, favorendo 
l‟adozione di sistemi di monitoraggio della rete e sistemi di filtraggio più adatti alla tutela 
dei soggetti maggiormente vulnerabili. 
L‟adozione dei sistemi di controllo della rete evidenzia, tuttavia, un possibile rischio, 
quello di oltrepassare il sottile confine tra protezione dei minori e censura del diritto di 
espressione. Tali sistemi sono nati per permettere un controllo a valle da parte del 
genitore, al fine di impedire ai minori di raggiungere website indesiderati dal contenuto 
giudicato nocivo o non appropriato e per evitare l‟accesso a siti commerciali leciti, ma 
relativi a servizi a pagamento.  
                                                 
98 Il marchio Internet@minori rappresenta il logotipo che testimonia l‟adesione al Codice del soggetto che 
svolge attività imprenditoriale su Internet e ne attesta la conformità dei comportamenti agli impegni assunti. 
99 I servizi di navigazione differenziata sono servizi di accesso ad Internet che, sulla base dei criteri indicati 
dall‟aderente ai sensi del successivo art.3.2., circoscrivono o escludono l‟accesso a determinati contenuti.  
100 In riferimento vedi www.aeranti.it 
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Il modo migliore per risolvere i problemi legati ad Internet è tenere conto delle 
differenze nei canoni di gusto e decenza tra Paesi, comunità e famiglie
101
; è per questa 
ragione che la gestione del software di filtraggio viene affidato ai genitori, perché 
quest‟ultimi sono in grado di scegliere ciò che è desiderato e ciò che non lo è, al fine di 
fornire una tutela migliore al minorenne.   
I genitori, per poter limitare o controllare l‟accesso dei minori, hanno a disposizione 
diversi strumenti, identificati anche dal Libro verde sulla tutela dei minori e della dignità 
umana nei servizi audiovisivi e d‟informazione, quali: 
1. i dispositivi di bloccaggio del computer che consentono ai genitori di limitare 
l‟accesso ai minori solo quando sono presenti; 
2. la memorizzazione della navigazione sulle reti (siti visionati, messaggi 
scambiati) che consente ai genitori di sorvegliare l‟uso effettivo dei servizi da parte dei 
minori; 
3. il filtraggio sistematico dei contenuti che consente di intercettare 
nell‟immediato i contenuti problematici. La prima generazione di tali sistemi funziona, 
tuttavia, sulla base di parole-chiave o di identificazione di alcuni tipi di contenuti 
(immagini), il che rende  meno efficace la tutela perché alcune parole chiavi non possono 
essere sufficienti a determinare i contenuti che possano nuocere ai minori e, al tempo 
stesso, non limitare l‟accesso ai contenuti non problematici;  
4. il bloccaggio dei siti su base selettiva, che può aver luogo sulla base 
dell‟etichettatura dei contenuti al fine del loro filtraggio mediante software.  
La tecnica maggiormente utilizzata è l‟etichettatura dei contenuti, in cui, a causa della 
disomogeneità della categoria “minori”, si evidenziano problemi diversi a seconda che si 
prenda in considerazione un bambino di 4 anni o un adolescente. Quindi risulta necessario 
adottare filtri diversi, quali: 
a) blacklisting (liste nere), tecnica che mira a bloccare l‟accesso a siti identificati 
in ragione dei loro contenuti problematici (nudità, violenza, sesso, ecc.). Un tipico esempio 
è il Cyber-Patrol, introdotto nell‟agosto del 1995, che si applica sia ai fornitori di accesso 
ai servizi di Internet che ai servizi commerciali on line. Il suo elenco comprende circa 
7.000 siti, suddivisi in 12 categorie, tra le quali, violenza/bestemmie, immagini volgari, 
droga, gioco d‟azzardo, alcol/tabacco. In questo caso i genitori possono bloccare 
                                                 
101 Cfr. Comunicazione al parlamento europeo, al Consiglio, al Comitato economico e sociale delle regioni. 
Commissione europea, Bruxelles, 16/10/96, COM (96)-487. 
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b) whitelisting (lista bianca), permette l‟accesso a siti precedentemente identificati. 
Il software blocca tutto il materiale di Internet ad eccezione dei siti contenuti nella lista ed 
espressamente autorizzati. Tale tecnica è limitativa e poco sicura, per questo motivo è 
utilizzata soprattutto in ambito scolastico, dato che risulta difficoltoso l‟aggiornamento 
delle liste; 
c) etichettatura neutra, che fornisce un filtraggio del materiale Internet offrendo la 
possibilità di controllare l‟accesso alla rete senza ricorrere alla censura. Essa opera 
attraverso un infrastruttura standard di protocolli creati da diverse organizzazioni 
(religiose, civili, educative) che catalogano il materiale presente in rete e ne segnalano la 
maggiore o minore affidabilità ed adeguatezza alla consultazione da parte dei minori. 
Ad oggi, solo il ricorso ad una classificazione neutra permette di risolvere la 
questione in modo organico; tale classificazione si perfeziona, ad esempio, nella Platform 
for Internet Content Selection (piattaforma per la selezione contenutistica del materiale di 
Internet, PCIS). Il PCIS offre un notevole vantaggio, individuabile nell‟ampia flessibilità 
per la classificazione ed indicizzazione dei contenuti, che permettono di associare in uno 
stesso contenuto varie classificazioni fornite da un pluralità di terzi e contenente 
informazioni di tipo diverso, permettendo così di tener conto delle differenze di sensibilità 
nazionale, locale ed individuale. 
Il sito, per poter essere visualizzato, deve essere munito di un etichettatura PICS e 
corrispondere ai parametri impostati dai genitori sul computer di casa. Quindi il PCIS è 
diverso dai precedenti pacchetti perché ha un funzionamento autonomo che separa le due 
funzioni di valutazione e filtraggio dei siti e consente un alto livello di flessibilità e 
sicurezza. 
Occorre tuttavia sottolineare che, a causa della dimensione globale di Internet e delle 
diverse tecniche di filtraggio cui ricorrere per salvaguardare i minori da un uso distorto 
della rete, l‟efficacia del filtraggio non sarà mai assoluta.  
Questo lo si intuisce, dando uno sguardo al futuro, dove i minori useranno la rete in 
misura sempre maggiore, acquisendo capacità tecniche sempre più specifiche e 
difficilmente controllabili da parte dei genitori. 
                                                 
102 Tali servizi offerti da società americane non prendono in considerazione i siti di altre aree culturali. 
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 Quindi l‟unico dubbio che sorge è proprio se sia davvero possibile delegare ad un 
sistema informativo i compiti di sorveglianza e cura del minore da parte dell‟adulto.  
Nel codice Internet@minori al punto 3.3. si precisa che sarà il content provider
103
 
aderente ad applicare i sistemi di classificazione dei contenuti che riterrà opportuno 
subordinare ad accesso condizionato.  
Al fine di predisporre tutele atte a prevenire il pericolo che il minore venga in 
contatto con contenuti illeciti o dannosi per la sua crescita, il fornitore del servizio potrà 
utilizzare sistemi di individuazione dell‟età dell‟utente, solo se sia rispettata la sua 
sicurezza nella navigazione in rete e se ne venga garantita la riservatezza
104
.  
Il diritto fondamentale alla riservatezza trova il suo fondamento, in primis, nell‟art. 14 
e 15 della Costituzione, dove vi è un esplicito riferimento alla tutela dell‟inviolabilità del 
domicilio, della libertà e segretezza della corrispondenza e di ogni altra forma di 
comunicazione, compresa anche quella a distanza. Successivamente in una sentenza della 
Corte di Cassazione del 1975, ove si raccoglieva un‟indicazione della Corte Costituzionale 
del 1973 che aveva incluso il diritto alla riservatezza e all‟intimità tra i diritti inviolabili 
dell‟uomo, si affermava l‟esistenza nel nostro ordinamento di un “generale diritto della 
persona alla riservatezza”, meritevole di tutela contro “le ingerenze che, sia pure compiute 
con mezzi leciti, per scopi non esclusivamente speculativi e senza offesa per l‟onore e la 




Tale diritto fondamentale della persona è direttamente tutelato anche dal Codice di 
condotta in esame. Ciò è confermato dall‟art. 3.4., al comma 2, ove si precisa che i sistemi 
di filtraggio e sorveglianza sui minori non dovranno consentire di risalire all‟identità 
personale, al domicilio, all‟indirizzo di posta elettronica, all‟eventuale pseudonimo, “alias” 
o “nickname”, all‟indirizzo Internet e, in particolare, all‟IP106 del minore e non dovranno 
comunque permettere a terzi di raggiungerlo direttamente o indirettamente. 
                                                 
103 Il Content Provider è il soggetto che direttamente o indirettamente, mette a disposizione del pubblico, con 
qualsiasi mezzo o protocollo tecnico, dati, informazioni e programmi.  
104 Il fanciullo ha diritto di riservatezza nelle comunicazioni, ferma restando la podestà dei genitori e a diritto  
a che il proprio nome e la propria immagine non siano usati, salvo che sia legittima e giustificata la 
diffusione. In ogni caso deve essere assicurata la dignità del minore ed escluso ogni uso strumentale. Carta 
dei Minori in Rete, approvata dal Consiglio Nazionale degli Utenti presso le Autorità per le Garanzie nelle 
Telecomunicazioni in data 3 febbraio 2004. 
105 In riferimento vedi, U.BRECCIA, L.BRUSCAGLIA, F.D.BUSNELLI, F.GIARDINA, A.GIUSTI, 
M.L.LOI, E.NAVARRETTA, M.PALADINI, D.POLETTI, M.ZANA, Diritto privato Tomo primo, 2009, 
Assago(MI),p.125 e ss. 
106 IP indica Internet Protocol, ovvero rappresenta l‟indirizzo virtuale dell‟utente, è costituito da una 
sequenza di quattro numeri decimali per un totale di 32 bit separati da un punto ad esempio 80.241.161.249, 
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Ad ulteriore garanzia del minore, si prevede che l‟Aderente non possa effettuare 
alcuna profilazione dell‟utente minore né alcun trattamento dei suoi dati personali senza la 
previa autorizzazione espressa da parte di chi esercita la potestà genitoriale a seguito di 
informativa chiara e trasparente sulla tipologia delle profilazioni che l‟Aderente medesimo 
intende effettuare e sull‟uso che di tali informazioni intende fare107. 
Una conferma importante è rinvenibile anche nell‟art 7 del D.lgs. n.196 del 2003, in 
tema di protezione di dati personali, nel quale si prevede il diritto dell‟interessato ha 
ottenere la conferma dell‟esistenza o meno di dati personali che lo riguardano, anche se 
non sono stati ancora registrati e la comunicazione in forma intellegibile. Il soggetto avrà 
diritto ad ottenere l‟indicazione: 
 dell‟origine dei dati personali; 
 delle finalità e modalità del trattamento; 
 della logica seguita a seguito dell‟utilizzo di strumenti elettronici; 
  degli estremi identificativi del titolare o responsabile designato; 
 dei soggetti o categorie a cui questi dati posssono essere comunicati o che ne 
possono venire a conoscenza in qualità di rappresentante designato nel territorio dello 
Stato, di responsabili o incarichi.  
L‟Aderente, inoltre, custodisce la password di accesso ai servizi assegnata agli utenti 
minori con adeguate misure di sicurezza, in conformità a quanto prescritto dall‟art. 34 del 
Codice della Privacy, in cui si esprime la necessità, di fronte ad un trattamento di dati 
personali attraverso l‟utilizzo di strumenti elettronici, di misure minime di sicurezza quali: 
l‟autenticazione informatica, l‟adozione di procedure di gestione delle credenziali di 
autorizzazione, l‟utilizzazione di un sistema di autorizzazione, l‟aggiornamento periodico 
e la manutenzione degli strumenti elettronici, l‟adozione di misure di protezione degli 
strumenti elettronici e dei dati al fine di evitare trattamenti illeciti dei dati stessi e accessi 
non consentiti, compresi a determinati programmi informatici, l‟adozione di procedure per 
la custodia di copie di sicurezza al fine del ripristino della disponibilità dei dati e dei 
sistemi, nonché l‟adozione di tecniche di cifratura o di codici identificativi per determinati 
trattamenti di dati idonei a rivelare lo stato di salute o la vita sessuale.   
                                                                                                                                                   
è assimilabile ad un numero telefonico ma di difficile memorizzazione. L‟indirizzo IP ci permette di risalire 
al nome di dominio  dell‟utente ad esempio www.giacomorossi.it. M.FARINA, Le nuove regole dei nomi di 
dominio, in Diritto e Nuove tecnologie, 2007, p.173.  
107 Art.23 –Consenso, Legge n.196 /2003, prevede che, “il trattamento dei dati personali da parte di privati è 
ammesso solo con il consenso espresso dell‟interessato. Il consenso può riguardare l‟intero trattamento o una 
o più operazioni dello stesso. Il consenso è validamente prestato solo se è espresso liberamente e 
specificatamente in riferimento ad un trattamento chiaramente individuato, se è documentato per iscritto. Se 
il consenso ha ad oggetto dati sensibili il consenso deve avvenire in forma scritta”. 
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Tali misure minime di sicurezza devono essere adottate da ogni titolare nel 
trattamento dei dati personali, indipendentemente dalle finalità, modalità o dalla natura dei 
dati. La violazione di tali misure comporta l‟applicazione di sanzioni penali: all‟art.167 si 
dispone che il soggetto venga punito con l‟arresto fino a due anni o con l‟ammenda da 
10.000 a 50.000 euro.  
Qualora dal mancato rispetto delle misure di sicurezza sia derivato un danno 
all‟interessato (minore o meno), opererà anche una tutela civilistica, sul piano risarcitorio, 
con onere probatorio del danneggiato meno rigoroso rispetto alla regola generale di cui 
all‟art. 2043 c.c.. L‟utilizzo di dati personali dell‟utente nell‟ambito degli strumenti 
informatici può infatti comportare la strumentalizzazione di tali dati per fini illeciti e, se 
così fosse, si dovrebbe applicare l‟art.15 del codice della Privacy, secondo il quale 
“chiunque per effetto del trattamento dei dati personali cagiona danno ad altri è tenuto al 
risarcimento del danno ai sensi dell‟art.2050 c.c.”108. 
 I provider aderenti potranno, infine, consentire agli utenti minori di utilizzare i 
propri servizi in modo da apparire totalmente anonimi , ma dovranno in ogni caso, essere 
effettivamente informati della reale identità personale del soggetto cui viene concesso di 
usufruire della anonimizzazione. 
Naturalmente attraverso l‟utilizzo di strumenti informatici si deve ridurre al minimo 
l‟utilizzazione di dati personali e di dati identificativi dell‟utente minore, così da 
escluderne il trattamento quando le finalità possono essere perseguite anche attraverso 
l‟impiego di dati anonimi. Ciò anche in conformità a quanto stabilito dallo stesso Codice 
della Privacy all‟art. 3 (principio di necessità nel trattamento dei dati).  
Si contempla, tuttavia, all‟art.3.8 che l‟Aderente eroghi i propri servizi solo ed 
esclusivamente a Utenti identificati direttamente o identificabili tramite elementi univoci 
anche se indiretti; mentre per la prestazione di servizi in via fiduciaria (ad esempio la 
registrazione di un nome di dominio da parte di un cliente che vuole rimanere ignoto) è 
obbligatorio identificare in modo certo il Cliente
109
 che richiede tali servizi, serbando la 
massima riservatezza. L‟identificazione del Cliente permette infatti, a maggior tutela anche 
dei soggetti minori in rete, di poter identificare ed eventualmente provare che il 
destinatario del servizio abbia posto in essere un illecito telematico. 
                                                 
108 Art.2050 C.C. dispone che “Chiunque cagiona danno ad altri nello svolgimento di un‟attività pericolosa, 
per sua natura o per la natura dei mezzi adoperati, è tenuto al risarcimento, se non prova di avere adottato 
tutte le misure idonee ad evitare il danno”. 
109 Per Cliente s‟intende colui che stipula un contratto con l‟Aderente. 
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L‟Aderente, per poter tutelare maggiormente il minore nella gestione dei dati a sua 
disposizione, conserva come dati utili i registri di assegnazione degli indirizzi IP ed il 
numero IP utilizzato per l‟accesso ad eventuali funzioni di pubblicazione dei contenuti. 
Nel caso di assegnazione temporanea di un indirizzo IP, il registro conterrà: la data e l‟ora 
di inizio e cessazione dell‟assegnazione, il numero temporaneamente assegnato ed un 
eventuale numero telefonico utilizzato. Tali dati dovranno essere conservati con modalità 
che ne garantiscono una ragionevole attendibilità e non ripudiabilità, per un termine 
massimo di 6 mesi, salva la scelta individuale di conservarli per periodi maggiori, senza 
comunque eccedere i limiti temporali indicati dalla normativa vigente.     
I dati dovranno essere comunicati: 
1. all‟Autorità giudiziaria, se da essa richiesto, con onere per l‟aderente di 
documentare per iscritto le operazioni compiute; 
2.  al Cliente, secondo quanto disposto dalle norme sul trattamento dei dati 
personali e quindi nei limiti delle informazioni che lo riguardano e comunque a fronte di 
una richiesta scritta ed un identificazione certa del richiedente. A sostegno di quanto 
appena detto, interviene la Carta dei Minori in Rete approvata il 3 febbraio del 2004, la 
quale sostiene che il minore per tutelare la propria sicurezza deve conoscere l‟identità e 
l‟età della persona con cui entra in contatto. 
3. al Garante, solo se il trattamento dei dati personali riguarda: a) dati trattati con 
l‟ausilio di strumenti elettronici volti a definire il profilo o la personalità dell‟interessato, o 
a analizzare abitudini o scelte di consumo oppure a monitorare l‟utilizzo di servizi di 
comunicazione elettronica con esclusione dei trattamenti tecnicamente indispensabili per 
fornire i servizi medesimi agli utenti; b) dati sensibili
110
 registrati in banche e dati usufruiti 
per sondaggi di opinione, ricerche di mercato e altre ricerche campionarie
111
.  
Le norme dettate dal codice Internet@minori non sono mere enunciazioni di 
principio, ma incidono effettivamente sul modus operandi degli aderenti, disciplinandone 
puntualmente gli obblighi di informazione, di accesso alla navigazione differenziata, di 
identificazione dell‟utente, di gestione, custodia e conservazione dei dati utili alla tutela 
del minore. 
                                                 
110 I dati sensibili sono dati personali idonei a rilevare l‟origine razziale ed etnica, le convinzioni religiose, 
filosofiche o di altro genere, le opinioni politiche, l‟adesione a partiti, sindacati, nonché i dati personali 
idonei a rilevare lo stato di salute e la vira sessuale. Art.4,Legge n.196/2003 in materia Trattamento di Dati 
Personali.    
111 Vedi Art..37 – Notificazione del trattamento, Legge n.196/2003, in tema di Protezione dei dati personali.  
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In questo senso, determinano precise indicazioni di comportamento, caratterizzate da 
quell‟elemento della relazionalità che si ritiene necessario al fine del concetto di “abuso 
del diritto.” 
Ne deriva che, nell‟ipotesi di un fatto illecito da cui derivino danni al minore, nel 
conflitto tra due interessi giuridicamente rilevanti, il giudice che venga chiamato a 
giudicare dell‟ingiustizia del danno dovrà tenere conto di parametri, per la valutazione di 
quell‟abuso, che considerino la correttezza della condotta tenuta dall‟Aderente in modo da 
stabilire quale interesse debba prevalere tra quello perseguito dal danneggiante, anche  
tenendo conto dei mezzi adoperati, e l’interesse leso112. 
In altri termini, può costituire illecito extracontrattuale, e legittimare l‟azione di 
risarcimento del danno, la condotta dell‟Aderente che, nella relazione tra fornitore dei 
servizi ed utente minore, leda un interesse di quest‟ultimo meritevole di tutela, com‟è 
quello al libero sviluppo e alla dignità del minore ovvero al nome; e ciò non solo qualora 
la lesione sia prodotta attraverso una condotta che violi a precise norme di legge, ma anche 
nelle ipotesi in cui la condotta si dimostri contraria ad un parametro di correttezza, 
specificato anche attraverso il richiamo alle prescrizioni del codice di 
autoregolamentazione.  
Sul piano sanzionatorio, il codice Internet@minori prevede inoltre procedure e norme 
di autodisciplina da applicarsi qualora qualunque soggetto ritenga che sia intervenuta una 
violazione degli obblighi definiti all‟art.3 da parte dell‟Aderente; in tal caso sarà 
necessario segnalare al Comitato di Garanzia
113
 tale violazione, inviando una 
comunicazione alla Segreteria del Comitato medesimo secondo le indicazioni dell‟art. 3.1.  
Per attivare la segnalazione dovrà essere compilato l‟apposito modulo guidato, contenuto 
nelle pagine web informative, indicando: 
- le generalità; 
- i recapiti  (Indirizzo completo e numero di telefono, nonché, eventualmente, numero 
di fax   ed e-mail); 
- descrizione dettagliata della violazione della norma del Codice e degli elementi di       
responsabilità dell‟Aderente riscontrati; 
                                                 
112 In riferimento vedi COMITATO INTERNET MINORI e MINORI, Internet e Minori –Opportunità e 
problematiche, Italy, 2007, p.161 e ss.  
113 Il Comitato di Garanzia ha il compito di verificare la corretta applicazione del codice e suggerire 
eventuali aggiornamenti e verifiche. Esso è composto da undici componenti effettivi, dei quali quattro in 
rappresentanza degli Internet providers, due in rappresentanza del Ministero delle Comunicazioni, due in 
rappresentanza della Presidenza del Consiglio dei Ministri – Dipartimento dell‟Innovazione e della 
Tecnologia e tre designati dalle Associazioni per la tutela dei minori e dal Consiglio Nazionale degli Utenti.   
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All‟invio della segnalazione “telematica” di cui sopra, verrà attribuito un Numero di 
Protocollo che l‟interessato dovrà indicare nella lettera di conferma (contenente gli stessi 
elementi informativi) da inviare per posta, tramite Raccomandata A.R., alla Segreteria del 
Comitato.  
Successivamente la Segreteria procederà ad una classificazione e registrazione delle 
segnalazioni ricevute ed accompagnate dalla relativa conferma postale. I dati trasmessi 
verranno trattati secondo le norme sulla tutela dei dati personali. 
La Segreteria, esaminate le segnalazioni pervenute, entro una settimana dal 
ricevimento della lettera raccomandata di conferma comunicherà all‟Aderente l‟apertura 
del procedimento di autodisciplina nei suoi confronti e le contestazioni oggetto della 
segnalazione. L‟aderente, entro quindici giorni dalla comunicazione, trasmetterà alla 
Segreteria la documentazione che riterrà utile per chiarire la sua posizione. Il Comitato 
completerà l‟iter procedurale entro sessanta giorni dall‟apertura del procedimento di 
autodisciplina. Le decisioni finali verranno prese a maggioranza dei due terzi (con 
approssimazione all‟unità superiore).  
Gli esiti delle procedure di autodisciplina rimarranno agli atti del Comitato e verranno 
trasmesse alle Parti interessate dalla Segreteria che ne curerà la pubblicazione 
sull‟apposito sito web previsto dal Regolamento di Organizzazione. 
I provvedimenti disciplinari che possono essere posti in essere su decisione del 
Comitato di Garanzia possono avere ad oggetto: 
a) il richiamo: si applica qualora il Comitato di Garanzia accerti, al termine del 
procedimento di cui sopra, la violazione di uno o più degli obblighi previsti dall‟art. 3; in 
tal caso invierà all‟Aderente una comunicazione di richiamo, invitandolo ad ottemperare 
entro 15 giorni agli impegni sottoscritti con l‟adesione al Codice; 
b) la censura: nel caso in cui l‟aderente non si adegui alle indicazioni iscritte nel 
richiamo o in caso di violazione grave , il Comitato invia una dichiarazione di censura, 
invitandolo ad ottemperare entro 15 giorni; 
c) la revoca dell’autorizzazione all’uso del marchio “Internet@minori”: tale 
revoca sarà temporanea se l‟Aderente non provvederà ad adeguarsi nei termini sopra 
indicati; oppure prolungata quando dopo l‟emissione di un primo provvedimento di revoca 
temporanea interverranno le condizioni per un secondo provvedimento di revoca ed in tal 
caso l‟Aderente non potrà più avanzare richiesta di riammissione all‟uso del marchio 
prima di un anno.  
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 Al fine di rendere Internet un luogo più sicuro per i bambini , l‟Agenzia Digitale 
Europea esorta gli Stati Membri a mettere in pratica le linee telefoniche dirette per la 
denuncia di contenuti online offensivi o dannosi, organizzando campagne di 
sensibilizzazione sulla sicurezza on line dei bambini anche in ambito scolastico, nonché 
incoraggiando i fornitori dei servizi a mettere in atto  entro il 2013 misure di 
autoregolamentazione, a livello europeo e mondiale, relative alla sicurezza dei bambini
114
. 
A seguito dell‟aumento del fenomeno legato alla pedopornografia infantile, sia a 
livello nazionale che internazionale si è ritenuto opportuno porre in essere una 
cooperazione per arginare tale fenomeno, che, con l‟utilizzo delle tecnologie informatiche, 
in particolare di Internet, ha trovato nuovi sbocchi in cui operare indisturbato. Un esempio 
è il c.d. grooming: un utente adesca il minore creando un particolare clima di fiducia per 
incontrarlo a scopi sessuali. 
Come ben si comprende, il rischio, in Internet, del verificarsi di reati, in particolare di 
molestie sessuali su minori da parte di adulti incontrati nelle chat on line o nei siti di 
giochi, è molto alto
115
. La possibilità di scambiare informazioni in modo veloce, riservato 
e per molti versi anonimo ha costituito l‟elemento chiave che ha anche persuaso diverse 
organizzazioni criminali a preferire  la Rete come fonte privilegiata di reperimento e 
commercializzazione di materiale illecito.  
    Naturalmente il codice Internet@minori pone l‟attenzione su questo aspetto 
delicato della tutela dei minori legato ai reati commessi on line, e in particolare alla 
pedopornografia. L‟art.3.11 sancisce che l‟Aderente, nel rispetto delle normative vigenti 
in materia di trattamento dei dati personali, conservi il numero IP utilizzato dall‟utente per 
l‟accesso alle funzioni di pubblicazione dei contenuti, anche se ospitati gratuitamente; 
l‟Aderente dovrà inoltre porre in essere tutte le iniziative atte a realizzare la collaborazione 
con le autorità competenti ed in particolare con il Servizio della Polizia Postale e delle 
Comunicazioni, al fine di rendere identificabili gli assegnatari delle risorse di rete 
utilizzate per la pubblicazione di contenuti ospitati presso i propri server, entro e non oltre 
i 3 giorni lavorativi successivi al ricevimento del provvedimento dell‟autorità richiedente.    
Su impulso del Parlamento Europeo, sono stati adottati anche provvedimenti, inseriti 
nella legge 3 agosto 1998, n. 269, i quali prevedono all‟art.14 bis l‟istituzione del “Centro 
nazionale per il contrasto alla pedopornografia sulla rete Internet”, di seguito denominato 
                                                 
114 In riferimento vedi, articolo pubblicato sul Sole 24 ore intitolato: MINORI. Bruxelles: scarse misure di 
protezione dei minori su Internet perse dagli Stati membri del 13/09/2013. 
115 Vedi Convenzione del Consiglio Europeo per la protezione dei bambini contro lo sfruttamento e gli abusi 
sessuali, Lanzarote, 2007, entra in vigore il 1 Luglio del 2010.  
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“Centro”, avente il compito di raccogliere tutte le segnalazioni, provenienti anche da 
organi della polizia straniera e da soggetti pubblici e privati impegnati nella lotta contro la 
prostituzione minorile operata su siti che diffondono materiale concernente l‟utilizzo 
sessuale dei minori in Internet. Il Centro comunica alla Presidenza del Consiglio dei 
Ministri – Dipartimento per le pari opportunità, elementi  informativi e dati statistici 
relativi alla pedopornografia sulla rete al fine della predisposizione di un piano nazionale 
di contrasto e prevenzione della pedofilia.   
All‟art.14 ter della predetta normativa si sancisce l‟obbligo per i fornitori dei servizi 
resi in Rete di segnalare al Centro, qualora ne vengano a conoscenza, le imprese o i 
soggetti che, a qualunque titolo, diffondono, distribuiscono o fanno commercio, anche in 
via telematica, di materiale pedopornografico, nonché di comunicare senza indugio al 
Centro che ne faccia richiesta, ogni informazione relativa ai contratti con tali imprese o 
soggetti. I  fornitori dei servizi per effetto dell‟obbligo sopra esposto dovranno conservare 
il materiale oggetto della stessa per almeno quarantacinque giorni. In caso di violazione 
degli obblighi sopra citati il Ministero delle Comunicazioni provvederà ad emettere al 
fornitore una sanzione amministrativa pecuniaria da 5.000 a 250.000 euro.    
In aggiunta i fornitori  di connettività alla rete Internet, al fine di impedire l‟accesso ai 
siti segnalati dal Centro, sono obbligati, secondo quanto disposto all‟art.14 quater, ad 
utilizzare sistemi di filtraggio e soluzioni conformi ai requisiti individuati dal Ministero 
delle Comunicazioni, indicando il termine entro il quale i fornitori di connettività devono 
dotarsi di tali strumenti di filtraggio. La violazione di tali obblighi è punita con una 
sanzione amministrativa pecuniaria da 50.000 a 250.000 euro. 
 
2.9 La tutela penale del minore in Internet. Cenni.  
 
Il legislatore per rendere più incisiva la lotta contro la diffusione del materiale 
pedopornografico attraverso la rete Internet ha previsto anche delle sanzioni di tipo penale, 
che non sono volte soltanto a punire il pedofilo ma a tutelare il minore contro terribili 
forme di violenza e di sfruttamento che incidono in modo negativo sulla personalità 
individuale del soggetto stesso.  
L‟art.600 ter c.p. sancisce, al primo comma, la punibilità con la reclusione da sei mesi 
a dodici anni e con la multa da 25.822 a 258.228 euro, “chiunque sfrutta i minori aventi 
meno di diciotto anni al fine di realizzare esibizioni pornografiche o di produrre materiale 
pornografico oppure chi induce il minore di diciotto anni a partecipare ad esibizioni 
72 
 
pornografiche”. Al terzo comma della disposizione in esame si punisce con la reclusione 
da uno a cinque anni e con la multa da 2.582 a 51.645 euro, “chiunque al di fuori delle 
ipotesi di cui al primo e al secondo comma, con qualsiasi mezzo, anche per via telematica, 
distribuisce, diffonde o pubblica il materiale pornografico di cui al primo comma, oppure 
distribuisce o diffonde notizie o informazioni finalizzate all‟adescamento o allo 
sfruttamento sessuale dei minori degli anni diciotto”116.   
Il terzo comma ricomprende qualsiasi forma di diffusione di materiale pornografico 
concernente minorenni effettuata senza scopo di lucro; essa inoltre incrimina qualsiasi 
forma di pubblicazione di detto materiale, nonché la divulgazione di notizie o di 
informazioni dirette all‟adescamento o allo sfruttamento sessuale dei minorenni.  
Al quarto comma, si punisce chiunque al di fuori delle ipotesi di cui ai commi 
precedenti, offre o cede ad altri, anche a titolo gratuito, il materiale pornografico di cui al 
primo comma, stabilendo che sia punito con la reclusione fino a  tre anni e con la multa da 
euro 1.549 a 5.164. 
L‟interesse tutelato consiste nell‟integrità psico-fisica del minore; quindi il legislatore 
ha voluto punire, oltre le attività compiute con i minori o alla presenza dei minori, anche le 
attività prodromiche e strumentali, come l‟incitamento alla prostituzione minorile, la 
diffusione di materiale pornografico e la promozione del c.d. turismo sessuale. 
In altri termini, oltre alla tutela penale della libertà sessuale del minore, si introduce 
una tutela penale anticipata volta a reprimere condotte che mettono a repentaglio il libero 
sviluppo della personalità del minore.    
Si considera dunque “pornografia infantile” qualunque rappresentazione visiva o 
auditiva di un minore finalizzata alla gratificazione sessuale dell‟utente, oppure qualsiasi 
materiale audio o video che utilizzi bambini in un contesto sessuale; quindi si giunge a 
ritenere pornografico il materiale in virtù della sola presenza dei bambini. 
Essendo il reato indicato dall‟art. 600 ter rientrante nella fattispecie del dolo 
specifico, così come sostenuto anche da una parte della dottrina
117
, per la consumazione 
del delitto non è necessario che la finalità della produzione sia realizzata, ma basta la 
                                                 
116 E‟ opportuno ricordare che la lett. f bis) dell‟art.266, comma 1, c.p.p., introdotta dall‟art. 121 n.269/98, 
consente espressamente l‟intercettazione di conversazioni o comunicazioni telefoniche e di altre forme di 
telecomunicazione nei procedimenti relativi a “ delitti previsti dall‟art.600 ter, comma terzo, del codice 
penale”, rendendo possibile l‟accertamento del reato in questione anche qualora la trasmissione del materiale 
pornografico minorile avvenga per posta elettronica. A.SCHIETTI, Commercio elettronico e profili penali, 
2007, p.105.   
117 In riferimento vedi, COMITATO INTERNET e MINORI, Internet e minori – Opportunità e 
Problematiche, Italy, 2007,p.115 e ss. 
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semplice attività preparatoria, ad esempio la registrazione di comportamenti pornografici 
del minore. 
L‟utilizzo della rete Internet, quale mezzo di diffusione del materiale pornografico, ha 
creato problemi legati all‟individuazione della fattispecie incriminatrice di volta in volta 
applicabile, perché se un soggetto trasferisce foto o altro materiale pornografico è difficile 
capire se tale ipotesi rientri nella fattispecie di cui al comma 3 (in cui i destinatari sono 
molteplici) o al comma 4 (ove esiste un unico destinatario). La giurisprudenza ha di 
recente affermato che lo strumento Internet non è di per sé sufficiente ad integrare, sempre 
e comunque, una comunicazione ad un numero indeterminato di persone, essendo 
necessario analizzare il tipo di comunicazione (aperta o chiusa) che il soggetto ha posto in 
essere. Nel caso in cui un utente della rete immetta foto pornografiche in cui sono ritratti 
minori su un social network, se tali immagini saranno condivise da un numero illimitato di 
persone saremmo di fronte alla fattispecie indicata dal comma 3, ovvero della 
distribuzione e divulgazione ad un numero illimitato di persone. Se invece il materiale 
viene condiviso in una canale di discussione, le c.d. chat line, è necessario verificare se 
chiunque possa accedervi, senza le formalità che indichino una volontà specifica e 
positiva, a prelevare direttamente le foto. Laddove il prelievo avvenga a seguito della 
manifestazione di volontà dichiarata nel corso di una conversazione privata ci troveremmo 
di fronte all‟ipotesi più lieve quella espressa dal comma 4. 
All‟art. 600 quater c.p., denominato Detenzione di materiale pornografico, si punisce 
con la reclusione fino a tre anni o con la multa non inferiore ad euro 1.549, “chiunque al di 
fuori delle ipotesi previste dall‟art.600 ter, consapevolmente si procura o detiene materiale 
pornografico realizzato utilizzando minori degli anni diciotto”. Dove il materiale detenuto 
sia di ingente quantità la pena è aumentata in misura non eccedente i due terzi. 
Tale disposizione è diretta ad incidere negativamente sulla domanda di materiale 
pedopornografico. Dalla disposizione sopra citata si può desumere che il mero accesso al 
sito contenente materiale incriminato non integri gli estremi del reato in questione fintanto 
che il materiale stesso non venga acquisito dal navigatore mediante registrazione nella 
memoria del computer ovvero su un supporto magnetico
118
. 
Affinché il reato abbia rilevanza penale è necessario che vi sia la consapevolezza 
della detenzione del materiale illecito, quindi il delitto è escluso quando non si possa 
dimostrare che il soggetto conoscesse il contenuto del materiale detenuto o procurato. 
                                                 
118 In riferimento A. SCHIETTI, Commercio elettronico e profili penali, 2007, p.106. 
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Pertanto colui che, attraverso Internet, entri nella disponibilità di determinati dati 



































3.1. Le questioni generali in materia di responsabilità. 
 
L‟utente minore per poter navigare ed usufruire dei servizi presenti in Internet deve 
stipulare con un provider un contratto di accesso alla rete che può essere gratuito o a 
pagamento. In un secondo momento potrà decidere se effettuare o meno acquisti nel 
cyberspazio o se immettere video, immagini autoprodotte e renderle visibili ad altri utenti 
collegati tramite ad esempio un social network. 
Da queste operazioni possono emergere tre diverse tipologie di illeciti telematici
119
, 
che per comodità espositiva si distinguono come segue: 
a) illeciti di Internet, che ricomprendono le condotte illecite poste in essere dai 
gestori delle reti, come per esempio l‟irregolare registrazione di un domain name; 
b) illeciti contro Internet, includono condotte atte ad alterare il regolare 
funzionamento della rete, come ad esempio le attività degli hacker; 
c) illeciti per mezzo di Internet, ovvero quegli atti posti in essere attraverso 
l‟utilizzo della rete che possono consistere, a titolo di esempio, in condotte di 
diffamazione, violazione della riservatezza, del copyright, ecc. 
Naturalmente tali illeciti dovranno essere relazionati ai soggetti ritenuti responsabili 
per aver operato in rete. Tali soggetti, secondo il D.lgs n.70 del 2003, sono identificabili: 
1) nella società proprietaria dei cavi di rame che permettono l‟accesso alla rete Internet, 
consentendo la trasmissione dei dati; 2) nei prestatori dei servizi intermediari, 
professionisti o meno, persone fisiche o giuridiche che prestano un servizio della società 
dell‟informazione; 3) nei destinatari del servizio, ovvero gli utenti finali, nell‟ipotesi di cui 
ci si occupa in questa sede identificabili nei minori di età, che usufruiscono di un servizio 
della società dell‟informazione.  
Secondo il Codice del Consumo i soggetti sopra menzionati vanno considerati come: 
a) consumatori o utenti, ovvero persone fisiche che agiscono per scopi estranei all‟attività 
                                                 




imprenditoriale, commerciale, artigianale o professionale eventualmente svolta; b) 
professionisti in generale, ossia persone fisiche o giuridiche che agiscono nell‟esercizio di 
un‟attività imprenditoriale, commerciale, artigianale o professionale; mentre nell‟ambito 
della disciplina sul trattamento dei dati personali (D.lgs n.196/2003) tali soggetti si 
identificano: I) nell‟interessato dal trattamento dei dati, ovvero la parte debole, in 
particolar modo il minore, protetta dalla normativa sulla privacy; II) nel titolare delle 
operazioni di trattamento dei dati, ossia la parte forte, assimilabile al professionista, 
nell‟ambito della privacy.   
Dopo aver definito le principali vesti soggettive che possono essere assunte nel nostro 
ordinamento nell‟ambito dei rapporti telematici, è opportuno andare a definire cosa 
s‟intenda in ambito giuridico per responsabilità.  
La responsabilità indica quella situazione in cui un soggetto è chiamato a rispondere 
del proprio comportamento verso terzi.  
Prendendo come parametro di riferimento il prestatore dei servizi on line le 
responsabilità che possono sorgere una volta iniziato il rapporto con l‟utente minore si 
distinguono in: 
I. contrattuali; 
II. extracontrattuali.  
 
 
3.2. Responsabilità contrattuale del prestatore del servizio e dell’utente 
 
Ponendo che la responsabilità contrattuale si configura in capo al debitore a seguito 
dell‟inadempimento di una determinata obbligazione, ovvero se quest‟ultimo non esegue 
la prestazione dovuta o non la esegue esattamente, nei modi, nel tempo e nel luogo 
concordati, allora il provider laddove abbia omesso di verificare la maggiore età o abbia 
ignorato la minore età del soggetto a cui ha assicurato l‟accesso, fermo restando 
l‟annullabilità del contratto stipulato dal minore, potrebbe essere ritenuto responsabile per 
il fatto illecito a seguito dei danni cagionati al minore a causa dell‟accesso fornito 
all‟insaputa dei genitori che non hanno potuto vigilare adeguatamente.  
Se il provider ha fornito l‟accesso mediante stipula del relativo contratto con il 
genitore o informandolo nel caso di accesso fornito al minore gratuitamente per scopo 
promozionale, non potrà ritenersi esente da responsabilità qualora non abbia ottemperato 
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all‟obbligo informativo nei confronti del soggetto capace di agire, spiegandogli i rischi 
connessi all‟uso di Internet e agli strumenti esistenti per limitare eventuali danni.  
Dunque l‟aver stipulato il contratto di accesso con il maggiorenne o aver informato il 
genitore dell‟accesso fornito al minore, non è sufficiente ad esaurire gli obblighi 
informativi del provider, ma occorrerà che il fornitore dell‟accesso provveda ad informare 
l‟utente giuridicamente capace di agire dei rischi specifici connessi all‟utilizzo della rete 
da parte dei minori. 
Per tale motivo il provider dovrà nel contratto inserire un apposita clausola 
informativa con cui  richiama il genitore o chi fa le veci del minore, ai doveri di 
sorveglianza e di custodia del minore stesso.  
Di tale avviso è anche il Codice di Deontologia e di Buona Condotta per i Servizi 
Telematici
120
, nel quale all‟art.6 si afferma che, “i fornitori di accesso ai 
servizi……….accertano l‟identità degli utenti e degli abbonati richiedendo l‟esibizione o 
la produzione di un documento personale….”; e all‟art.13 si dispone che i fornitori di 
accesso devono: 
a) informare gli abbonati riguardo alla possibile presenza in rete di contenuti 
parzialmente illegali, lesivi della dignità umana o dannosi in relazione all‟età, alla 
sensibilità morale, alla fede religiosa degli utenti; 
b) segnalare agli abbonati la possibilità di adottare procedure di filtratura, idonee a 
limitare l‟accesso ai contenuti selezionati dall‟abbonato o classificati sotto la responsabilità 
dell‟autore, secondo standard internazionalmente accettati (es. PICS) come potenzialmente 
dannosi; 
c) informare gli abbonati circa le procedure di segnalazione dei contenuti illegali 
al Comitato per l‟autodisciplina telematica, lesivi della dignità umana.     
I provider hanno inoltre l‟obbligo di segnalare la presenza di contenuti 
potenzialmente nocivi con appositi avvisi organizzando un accesso indiretto al contenuto; 
infatti all‟art.14 si segnala che a fronte della raccolta dei dati personali del minore, 
necessari per avere l‟accesso ai servizi Internet, che avverrà attraverso la compilazione di 
un‟informativa con un linguaggio adeguato all‟età del soggetto utente, sarà necessario, 
oltre al consenso dello stesso, anche quello del genitore o del suo rappresentante legale. 
                                                 
120 Il Codice di Deontologia e di buona condotta di servizi telematici è stato adottato dall‟Associazione 
Nazionale Fornitori di Videoinformazioni (ANFOV) nel novembre del 1997 ed è entrato in vigore dal 
1°gennaio del 1998. 
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Quindi, nel contratto di accesso, occorrerà precisare che il caricamento (uploading) e 
lo scarimento (downloading) di programmi mediante Internet devono avvenire sotto la 
responsabilità e il controllo del genitore dell‟utente minore, non essendo materialmente 
possibile al provider fornitore di accesso garantire l‟originalità dei programmi caricati e 
scaricati attraverso la rete
121
.  
Il provider sarà responsabile laddove sia egli stesso a fornire tali tipi di programmi, 
specificando le condizioni di utilizzo secondo le richieste dell‟autore dell‟opera.  
Considerando che la maggior parte dei programmi sono tutelati dalla legge sul diritto 
d‟autore, allora, al fine del loro utilizzo o della loro distribuzione, sarà necessario avere 
l‟autorizzazione al trattamento da parte dell‟autore, secondo quanto disposto dall‟art. 64 
bis, comma 3, nel quale si specifica che, “ la prima di una copia del programma nella 
comunità europea da parte del titolare dei diritti, o il suo consenso, esaurisce il diritto di 
distribuzione di detta copia all‟interno della comunità”. Naturalmente l‟utente minore 
dovrà essere avvertito del rischio connesso alle operazioni di copia e di distribuzione del 
materiale sopra richiamato, specificando che la copia e l‟uso di  programmi shareware122 
sono subordinati ad alcune condizioni, quali: 
1. utilizzo non commerciale del programma; 
2. divieto di chiedere qualsiasi compenso per farne una copia ad altri; 
3. avviso di copyright su ogni copia del programma; 
4. obbligo di distribuzione unitamente al codice sorgente. 
Il provider può essere considerato responsabile del mancato o erroneo funzionamento 
del servizio di accesso alla rete fornito all‟utente minore? 
La risposta è senz‟altro affermativa dato che secondo quanto disposto dagli art. 33 e 
ss. del codice del Consumo le clausole che limitano o escludono la responsabilità del 
professionista sono da considerarsi nulle, in quanto vessatorie; quindi, se in un contratto di 
accesso ad Internet, fosse stata prevista una clausola che esonerava il provider dal mancato 
funzionamento dell‟accesso, questa dovrà essere considerata a tutti gli effetti inefficace. 
Quando il mancato funzionamento sia dovuto a causa non imputabile al provider, 
quest‟ultimo dovrà comunque essere ritenuto responsabile o sarà possibile applicare la 
                                                 
121 In riferimento vedi E.TOSI, Diritto privato dell’Informatica e di Internet, I beni. I contratti. Le 
responsabilità, Milano, 2006, p.430 e ss. 
122 I programmi shareware sono sottoposti ad una tipologia di licenza software, che può essere distribuita su 
larga scala ad uso gratuito e può essere utilizzata per un periodo di prova variabile (generalmente 30 giorni). 
Scaduti questi termini, per continuare ad utilizzare il software è necessario registrarlo presso la casa 
produttrice, pagandone l‟importo. All‟avvio dell‟applicazione shareware, di solito un nag sreen informa 
l‟utente su come effettuare la registrazione e sulle condizioni di utilizzo. www.wikipedia.org/wiki/Shareware 
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Secondo una mia analisi il provider, qualora riesca a provare che l‟impossibilità della 
prestazione o il parziale o non corretto adempimento sia dovuto a causa a lui non 
imputabile, potrà essere esonerato dalla responsabilità contrattuale, dato che la norma 
precedentemente richiamata fa riferimento all‟inadempimento di qualsiasi obbligazione; 
quindi considerato che essa trova prevalentemente applicazione con riferimento ai 
contratti, la stessa potrà ricomprendere anche il contratto di acceso ad Internet stipulato 
con l‟utente minore.  
Il provider quando fornisce il servizio di accesso alla rete, al fine di tutelare i propri 
utenti, doterà i propri programmi di software anti-virus e di firewall. Nonostante ciò, è 
consigliabile all‟utente minore di istallare sul proprio computer un programma anti-virus, 
dal momento che qualsiasi programma o codice scaricato da Internet è potenzialmente 
veicolo di virus informatici o codici dannosi.  
Questo trova un riscontro anche nella disciplina sul trattamento dei dati personali, la 
quale all‟art. 32 prevede delle misure di sicurezza che dovranno essere applicate dai 
fornitori di un servizio di comunicazione elettronica accessibile al pubblico, per 
salvaguardare la sicurezza dei servizi offerti, l‟integrità dei dati relativi al traffico, 
all‟ubicazione e alle comunicazioni elettroniche. 
In particolar modo il fornitore dovrà informare gli abbonati e ove possibile gli utenti, 
specialmente se minori, se sussiste un rischio imminente di violazione della sicurezza della 
rete anche quando quest‟ultimo è al di fuori dell‟ambito applicativo del fornitore ed 
indicare tutti i possibili rimedi ed i costi. 
Un‟ultima ipotesi in cui si configura la responsabilità contrattuale degli Internet 
Service Provider, è prevista all‟art. 4 del Codice Internet@minori, la quale disciplina la 
responsabilità: 
I) dell‟Access Provider, stabilendo che l‟aderente che offre servizi di accesso ad 
Internet dovrà verificare direttamente (p.e. tramite l‟avvenuta sottoscrizione di un 
contratto) o indirettamente (almeno tramite CLICalling Line Identifier o metodi analoghi) 
l‟accesso alla rete. Nei contratti di accesso ad Internet l‟aderente inserisce clausole che 
responsabilizzano il Cliente anche per l‟uso dei servizi concessi a terzi; 
                                                 
123 Art.1218 C.C. , Capo III –Dell‟inadempimento delle Obbligazioni, denominato Responsabilità del 
debitore, sancisce che “ il debitore che non esegue esattamente la prestazione dovuta è tenuto al risarcimento 
del danno, se non prova che l‟inadempimento o il ritardo è stato determinato da impossibilità della 
prestazione derivante da causa a lui non imputabile”. 
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II) dell‟Housing/Hosting Provider, stabilendo che l‟aderente che offre servizi di 
housing e hosting dedicati dovrà identificare con ragionevole certezza il Cliente che ha il 
controllo degli apparati oggetto di tali servizi; 
III)  del Content Provider: si tratta dell‟Aderente che offre direttamente contenuti 
tramite qualsiasi metodo o protocollo di comunicazione e che è tenuto a identificare in 
modo chiaro la natura e i contenuti della comunicazione stessa, adoperandosi per adeguare 
o rimuovere il contenuto su segnalazione del Comitato di Garanzia, e comunque delle 
Autorità Competenti. 
IV)  Del Gestore dell’Internet Provider, in cui l‟aderente che offre servizi di 
accesso al pubblico come “Internet Point” o simili deve fornire strumenti adeguati per la 
navigazione dei minori. 
Se invece prendiamo come parametro di riferimento l‟utente, quest‟ultimo sarà 
responsabile contrattualmente qualora rivenda o metta a disposizione dei terzi i servizi 
Internet ottenuti con il contratto di accesso, a meno che non siano utilizzati solo per scopi 
personali. Qualora l‟utente minore con il contratto di accesso abbia scaricato dei 
programmi potrà usufruirne solo per scopi personali: infatti secondo quanto disposto 
dall‟art.64 ter secondo comma, della Legge sul diritto d‟autore, “non può essere impedito 
per contratto a chi ha diritto di usare una copia del programma per elaboratore, di 
effettuare una copia di riserva, qualora sia necessaria per l‟uso”. Quindi all‟utente sarà 
consentito di usufruire del programma per elaboratore solo ed esclusivamente per scopi 
personali, ma non potrà in nessun modo metterlo a disposizione di terzi soggetti, così come 
non potrà cedere a terzi il servizio di connessione ad Internet, ossia effettuare 
autonomamente il routing IP verso altre macchine di proprietà dell‟utente o di terzi. 
L‟utente è inoltre obbligato a conservare la password di accesso alla rete nella 
massima riservatezza, non comunicandola a terzi e ad informare il fornitore dell‟eventuale 
perdita della stessa, non appena ne sia venuto a conoscenza. Tale obbligo trova riscontro 
nel codice Internet@minori all‟art.3.6. al fine di garantire la massima riservatezza dei dati 
dell‟utente minore, il quale potrà accedere ai servizi anche in modo anonimo, anche se 
nella realtà il suo indirizzo IP sarà sempre identificabile dai fornitori del servizio. 
Il contratto di accesso può prevedere una clausola risolutiva espressa, in forza della 
quale il contratto deve intendersi risolto ai sensi dell‟art.1456 C.C.124 senza che il provider 
                                                 
124 Art.1456 C.C. , Capo XIV- Della risoluzione per inadempimento, denominato Clausola risolutiva 
espressa, sancisce che “i contraenti possono convenire espressamente che il contratto si risolva nel caso che 
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sia tenuto a restituire quanto dall‟utente pagato in anticipo per canoni e servizi non ancora 
usufruiti, salvo in ogni caso la possibilità di un azione di rivalsa e di risarcimento per gli 
ulteriori danni subiti. Tale clausola sarà efficace nei limiti delle clausole vessatorie 
esaminate a tutela del minore, in veste di consumatore. 
I comportamenti che sono normalmente sanzionati dalla risoluzione espressa del 
contratto consistono: 
a) nel mancato pagamento da parte dell‟utente del canone o del corrispettivo di 
altri servizi entro i termini stabiliti; 
b) nella mancata osservanza da parte dell‟utente di importanti disposizioni 
contenute nel contratto (ad esempio vigilanza sui minori, caricamento e scarimento di 
programmi, violazione del codice di autodisciplina); 
c) nell‟utilizzo diretto, o tramite interposta persona, dei servizi del provider per 
qualsiasi altra attività illecita in violazione delle leggi dello Stato Italiano (violazione del 
diritto d‟autore, violazione della riservatezza dei dati personali), o di altro Stato ed in 
particolare, nelle attività consistenti in: 
 inviare corrispondenza contro la morale e l‟ordine pubblico; 
 recare offesa o danno diretto o indiretto a chiunque; 
 tentare di violare il segreto dei messaggi privati o di altri tutelati dalla 
riservatezza, dal segreto professionale o industriale. 
 
 
3.3 Responsabilità extracontrattuale del prestatore dei servizi 
 
Per quanto riguarda la responsabilità extracontrattuale, una prima ipotesi rilevante, 
quando si parla di minori ed Internet, riguarda senza dubbio l‟illecito trattamento dei dati 
personali effettuato on line nei confronti di un utente minore.  
Infatti il D.lgs. n.196 del 2003 prevede espressamente all‟art.15 che “chiunque 
cagiona un danno ad altri per effetto del trattamento dei dati personali è tenuto al 
risarcimento dei danni ai sensi dell‟art.2050 CC”.  
Considerato che l‟art.2050 c.c. tratta della responsabilità per l‟esercizio di attività 
pericolose, secondo una parte della dottrina anche l‟illecito trattamento dei dati dell‟utente 
minore può farsi rientrare in tale fattispecie. Sara quindi ritenuto responsabile colui che 
                                                                                                                                                   
una determinata obbligazione non sia adempiuta secondo le modalità stabilite. In tal caso la risoluzione si 
verifica di diritto quando la parte interessata dichiara all‟altra che intende valersi della clausola”. 
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eserciti tale attività, a meno che non provi di aver adottato tutte le misure idonee ad evitare 
il danno.  
In tal caso su chi graverà l‟onere della prova? 
Secondo una ricostruzione teorica risalente
125, l‟articolo precedentemente richiamato 
conterrebbe soltanto una figura di responsabilità a colpa presunta, con inversione 
processuale dell‟onere della prova: quindi laddove il convenuto dimostri di essersi 
comportato diligentemente non sarà ritenuto responsabile. 
In realtà l‟esonero da responsabilità sussiste solo dove vi sia una dimostrazione, da 
parte del danneggiante, di un evento imprevedibile ed inevitabile, non essendo sufficiente 
provare la mancanza di colpa per esonerare il soggetto dalla responsabilità 
extracontrattuale. 
Un‟ulteriore ipotesi di responsabilità extracontrattuale si verifica laddove si vada a 
ledere, nella relazione sussistente tra il fornitore del servizio ed il minore, un interesse 
ritenuto meritevole di tutela come quello al libero sviluppo o alla libertà di espressione 
della persona, soprattutto qualora si tratti di un soggetto debole o vulnerabile. Ciò in 
quanto una simile condotta posta in essere dal fornitore è da ritenere contraria alla 
correttezza, per come specificata ad esempio nel codice Internet@minori. Al ricorrere di 
tutti i presupposti previsti dalla legge, potrebbe così derivarne per il minore un 
risarcimento del danno. 
Il legislatore italiano ha previsto e disciplinato ulteriori ipotesi di responsabilità 
extracontrattuale strettamente collegate a tre casi di prestazione di servizi che si presentano 
sul mercato on line. 
In termini generali la dottrina nota come anche in Internet valgano innanzitutto le 
regole di diritto comune.  
Innanzitutto opera il criterio della colpa omissiva, che determina responsabilità 
extracontrattuale a seguito della mancata osservanza di un comportamento che si aveva – 
per effetto di un espressa disposizione di legge – l‟obbligo giuridico di tenere nelle 
circostanze in cui si è verificato l‟evento. In altri termini, è previsto che in generale 
l‟Internet Service Provider non sia responsabile degli illeciti commessi dai propri utenti, 
salva l‟ipotesi in cui egli ometta di assolvere a determinati obblighi cui invece era tenuto. 
Allo stesso modo possono emergere ipotesi di colpa commissiva o quelle di 
responsabilità semioggettiva (assimilabile alla responsabilità senza colpa stante la 
                                                 
125 In riferimento v. D.VALENTINO, Manuale di Diritto dell’Informatica, Napoli, 2004, p.209 e ss. 
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difficoltà oggettiva di fornire la prova liberatoria) dell‟art.2050 c.c.126 per esercizio 
dell‟attività pericolosa o dell‟art.2051 CC per custodia di cose.  
Per quanto riguarda i prestatori di servizi della società dell‟informazione, operano le 
fattispecie legali di responsabilità civile previste dal D.lgs. n.70 del 2003, che possono 
essere così distinte: 
a) responsabilità del solo intermediario; 
b) responsabilità dell‟intermediario in concorso simultaneo con il destinatario; 
c) responsabilità dell‟intermediario in concorso successivo con il destinatario del 
servizio. 
La prima fattispecie disciplinata dall‟art.14 è il cosiddetto mere conduit127, che 
disciplina l‟ipotesi in cui il prestatore intermediario si limiti a trasportare le informazioni 
illecite sui propri cavi o sui propri computer. Il soggetto però non è a conoscenza della 
illiceità delle informazioni trasmesse e si limita a trasportare, in modo meccanico e 
passivo, le informazioni fornite senza conoscere il contenuto.  La responsabilità del 
prestatore intermediario ricorre quando: 
I) dà origine alla trasmissione delle informazioni; 
II) selezioni il destinatario della trasmissione in epoca successiva alla creazione del 
sito da parte del destinatario del servizio; 
III) selezioni o modifichi le informazioni trasmesse in epoca successiva alla 
creazione del sito da parte del destinatario del servizio. 
Tale regola è singolare perché sancisce che chi trasporta le informazioni non risponde 
se si limita a trasportarle. 
Nell‟ipotesi in cui l‟intermediario non si limiti al trasporto delle informazioni ma dia 
origine alla trasmissione, quest‟ultimo assumerà la veste sia di mere conduit e che di 
content provider. In tal caso l‟intermediario che selezioni il destinatario della trasmissione 
risponderà ad un preciso interesse dell‟autore delle informazioni. Ciò ad esempio si può 
verificare nel caso in cui un venditore di scarpe per bambini on line, volendo avere una 
penetrazione più efficace sul mercato, tramite la rete Internet chieda ad intermediari di 
indirizzare le informazioni verso coloro che, durante la navigazione visitano spesso scarpe 
per bambini, in modo da arrivare all‟utente senza che questi cerchi il sito in questione. 
                                                 
126 Art.2050 C.C. denominato Responsabilità per esercizio di attività pericolosa, sancisce che “chiunque 
cagiona danno ad altri nello svolgimento di un‟attività pericolosa , per sua natura o per la natura dei mezzi 
adoperati, è tenuto al risarcimento del danno, se non prova di avere adottato tutte le misure idonee ad evitare 
il danno”. 
127 In riferimento v. D.VALENTINO, Manuale di Diritto dell’informatica, Napoli,2004,p.110 e ss.; E.TOSI, 
Diritto Privato dell’Informatica e di Internet, I beni. I contratti. Le responsabilità, Milano, 2006, p.450. 
84 
 
Considerato ciò, è possibile enunciare un principio generale secondo il quale 
l‟irresponsabilità per  l‟attività di mere conduit ricorre soltanto se l‟ISP trasmetta i 
contenuti in modo immutato. 
Per poter indirizzare le informazioni agli utenti, in particolar modo se minori, 
l‟intermediario usufruisce dei c.d. cookies. Si tratti di dispositivi che attraverso i data log 
memorizzano, anche all‟insaputa dell‟utente, i siti maggiormente visitati e li raccolgono su 
un registro. 
Considerando che gli Internet Access Provider generano automaticamente i data log 
durante la connessione, le informazioni che memorizzano relative alla navigazione 
dell‟utente minore, integrano il trattamento dei dati personali128? E se così fosse, ciò 
integra la fattispecie del mere conduit? 
La risposta al primo quesito è affermativa, perché se da un lato gli Internet Access 
Provider garantiscono l‟anonimato agli utenti minori, consentendo di utilizzare nel corso 
della navigazione pseudonomi che ne celano e mascherano l‟effettiva identità, dall‟altro gli 
stessi necessitano di identificare l‟utente in maniera precisa ed inequivocabile quantomeno 
per fini contrattuali; questo risulta dall‟art.4 del Codice di autoregolamentazione AIIP129, 
in cui si precisa al primo comma, che “tutti gli utenti di Internet devono essere 
identificabili” e al secondo comma “qualsiasi soggetto di Internet, una volta identificato, 
ha diritto a mantenere l‟anonimato nell‟utilizzo della Rete al fine della tutela della sua 
sfera privata”. 
Attraverso l‟utilizzo di tali registri l‟Access Provider riesce a risalire all‟identità del 
navigatore incrociando i dati del cliente sottoscrittore del contratto con il numero IP allo 
stesso assegnato durante le singole navigazioni. In aggiunta è in grado di conoscere, 
attraverso l‟esame dei siti visitati, i suoi  gusti e le preferenze potendo così designare un 
profilo soggettivo a sua completa insaputa.   
Da ciò si può desumere che le informazioni contenute nei data log sono da 
considerarsi dati personali, in quanto relative ad un soggetto, nel nostro caso il cliente 
minore, ben individuabile. Conseguentemente sarà obbligo dell‟Access Provider, secondo 
quanto disposto dall‟art.13 del D.lgs. n.196/2003, avvertire l‟utente dell‟esistenza del 
                                                 
128 In riferimento vedi, S.CERRUTTI, Il contratto telematico, Napoli, 2003, p.158 e ss. 
129 Il codice di autoregolamentazione AIIP (Associazione Italiana Internet Provider), è stato emanato a 
seguito della risoluzione UE del 28 novembre del 1997, è composto da 14 articoli, suddivisi in tre titoli: 
“Disposizioni preliminari e principi generali”, “Regole generali di comportamento” e “Applicazione del 
codice”. Esso ha lo scopo di aumentare la fiducia degli utilizzatori di Internet. 
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registro ed informarlo delle modalità con le quali s‟intende procedere al trattamento dei 
dati personali, indicando se la raccolta avverrà a campione e le finalità della stessa. 
Il consenso dell‟interessato non sarà necessario laddove i dati richiesti per la 
registrazione siano utilizzati per l‟esecuzione degli obblighi derivanti dal contratto di 
fornitura di accesso ad Internet. Tuttavia, poiché in tali registri vengono codificati tutti i 
dati relativi all‟utente minore da cui è possibile desumere le opinioni politiche, religiose, 
sessuali dell‟utente, così da integrare la fattispecie dei dati sensibili, l‟Access Provider 
dovrà raccogliere preventivamente il consenso al trattamento dei dati personali per iscritto, 
pena la nullità.  
Quanto al secondo quesito, considerato che le informazioni raccolte dal data log, sono 
da ritenersi informazioni personali, l‟utilizzo illecito di tali informazioni all‟insaputa 
dell‟utente minore integra la fattispecie di responsabilità del provider mere conduit, 
laddove l‟intermediario selezioni il destinatario in epoca successiva alla creazione del sito. 
La seconda fattispecie disciplinata dall‟art.15 è l‟attività di caching130, avente ad 
oggetto la memorizzazione temporanea, da parte degli intermediari, di informazioni per il 
tempo strettamente necessario alla trasmissione delle informazioni stesse. Questa 
situazione si verifica, quando in una parte della memoria dell‟intermediario vengono 
temporaneamente registrati i dati presenti nella rete e ricercati dall‟utente minore, questo 
perché l‟intermediario effettua una copia della pagina web. Ciò consente all‟utente, di 
accedere più rapidamente alle informazioni che desidera così da scaricarle sul proprio 
computer. Il prestatore è considerato responsabile solo quando: 
I) modifichi le informazioni memorizzate in epoca successiva alla creazione del 
sito; 
II) non si conformi alle condizioni di accesso alle informazioni; 
III) non si conformi alle norme di aggiornamento delle informazioni, indicate in 
modo ampiamente riconosciuto ed utilizzato dalle imprese del settore; 
IV)  interferisca con l'uso lecito di tecnologia ampiamente riconosciuta e utilizzata 
nel settore per ottenere dati sull'impiego delle informazioni ( i c.d. data log system); 
V) non agisca prontamente per rimuovere le informazioni che ha memorizzato o 
per disabilitarne l‟accesso non appena venga a conoscenza del fatto che le informazioni 
sono state rimosse dal luogo dove si trovavano inizialmente sulla rete, o che l‟accesso alla 
                                                 
130 In riferimento vedi D.VALENTINO, Manuale di Diritto dell’informatica, Napoli, 2004, p.118 e ss. 
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rete è stato disabilitato oppure che un organo giurisdizionale o un‟autorità amministrativa 
ne ha disposto la rimozione o la disabilitazione dell‟accesso. 
Per quanto concerne i data log, solitamente il content provider, non avendo alcun 
rapporto con il visitatore del sito, non potrà individuare l‟identità dell‟utente minore. Ciò 
comporta che i file di data log conterranno dati anonimi, in quanto non associabili ad alcun 
soggetto, in tal caso il Content Provider non potrà essere ritenuto responsabile. Tuttavia se 
il Content Provider e l‟Access Provider incrociano i dati in loro possesso individuando 
l‟esatta identità dell‟utente, avranno l‟obbligo di richiedere preventivamente all‟utente 
minore il consenso al trattamento dei dati personali. 
In ogni caso va ricordato che la cessione dei dati contenuti nei file di log integra la 
fattispecie della comunicazione dei dati personali, quindi necessiterà dell‟espresso 
consenso del soggetto interessato. 
Quindi, qualora il content provider attraverso l‟utilizzo delle tecnologie, in tal caso i 
data log, ottenga i dati sull‟impiego delle informazioni relative all‟utente minore, 
sussisterà una responsabilità extracontrattuale del provider, o meglio del caching provider. 
Un caso particolare di responsabilità del Content Provider è stato sancito con la 
sentenza del Tribunale di Milano, 24 febbraio 2010, n. 1972, nella causa sorta tra Google 
Italy (content provider) e l‟Associazione Vivi Down, nella quale si condannava l‟ISP 
Google per aver offeso la reputazione dell‟Associazione Vivi Down e la tutela del minore 
affetto da sindrome down, coinvolto nella vicenda, consentendo che venisse immesso, per 
la successiva diffusione a mezzo Internet, attraverso le pagine del sito 
http://video.google.it  e senza alcun controllo preventivo sul suo contenuto, un filmato in 
cui persone minorenni, in concorso tra loro, maltrattavano il minore disabile, pronunciando 
la seguente frasi: “Salve siamo dell‟associazione Vivi Down, un nostro mongolo si è ... 
addosso e mò non sappiamo che ... fare, perché l‟odore di ... c‟è entrato dentro alle narici”, 
che ledevano i diritti e le libertà fondamentali nonché la dignità degli interessati
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Ad una prima analisi sembrerebbe che la sentenza abbia voluto condannare Google 
perché ritenuta una piattaforma non neutra e quindi sottoposta ad un obbligo di controllo, 
aderendo ad una tendenza volta ad attribuire agli ISP obblighi di sorveglianza che, in 
realtà, ai sensi dell‟art.17 del D.lgs n.70/2003, non competono loro.  
Se così fosse il web come lo conosciamo cesserebbe di esistere e molti dei benefici 
economici, sociali, politici e tecnologici ad esso connessi potrebbero svanire. 
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Le motivazioni che hanno spinto a tale sentenza sono, in realtà, riconducibili ad una 
omissione del corretto trattamento dei dati personali ed in particolare: 
 dell‟art.13, difettando del tutto l‟informativa sulla privacy, visualizzabile in 
italiano nella pagina iniziale del servizio Google video, in sede di attivazione dell‟account 
al fine di porre in essere l‟upload dei file; 
 dell‟art.26, trattandosi di dati idonei a rilevare lo stato di salute della persona 
inquadrata; 
 dell‟art.17, per i rischi specifici insiti nel tipo di trattamento effettuato.  
La terza fattispecie, disciplina dall‟art.16, è il cosiddetto Hosting132, ossia il contratto 
atipico in base al quale un soggetto – il prestatore di servizi – si obbliga nei confronti di un 
altro a locare uno spazio di memoria sul proprio server e a fornire servizi di accesso di 
varia natura. In questo modo viene fornito dall‟intermediario uno spazio web sulla rete 
Internet (gratuitamente o in cambio di un corrispettivo) in cui le informazioni illecite sono 
memorizzate, in modo duraturo, sul computer dell‟intermediario che fornisce questo 
spazio; in questo caso l‟intermediario – almeno in linea teorica – potrebbe conoscere più 
agevolmente il contenuto delle informazioni  memorizzate. Il provider sarà responsabile 
laddove: 
I) sia effettivamente al corrente che l‟attività o l‟informazione è illecita (illecito 
penale); 
II) sia al corrente di fatti o di circostanze che rendano manifesta l‟illegalità 
dell‟attività o dell‟informazione (illecito civile); 
III)  non appena al corrente, su segnalazione dell‟autorità competente, del fatto che 
l‟attività o l‟informazione è illecita oppure dei fatti e delle circostanze che rendono 
manifesta l‟illegalità dell‟attività o dell‟informazione non agisca prontamente per 
rimuovere le informazioni o per disabilitarne l‟accesso.   
Se l‟Host provider non ha agito prontamente per impedire l‟accesso al contenuto 
dell‟utente minore di età o se avendone conoscenza dell‟illiceità non lo ha comunicato alle 
autorità competenti, la sua inerzia sarà penalmente perseguibile per violazione delle 
decisioni dell‟autorità giudiziaria o per violazione dell‟ordine pubblico ai sensi dell‟art.650 
c.p.  
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Nel caso di illecito civile dell‟host intermediario graverà sul danneggiato, nel nostro 
caso l‟utente minore, l‟onere di provare gli elementi costitutivi del fatto illecito133. Il 
convenuto dovrà darne prova contraria. 
Se l‟utente minore non prova i fatti costitutivi dell‟illecito, la domanda di 
risarcimento del danno viene rigettata e non rileva che il convenuto non abbia raggiunto la 
prova contraria dei fatti costitutivi o non abbia provato i fatti esimenti. 
Nelle tre fattispecie sopra richiamate è prevista la possibilità che l‟autorità giudiziaria 
o amministrativa avente funzione di vigilanza possa esigere in via d‟urgenza che il 
prestatore nell‟esercizio delle attività di servizi della società dell‟informazione impedisca o 
ponga fine alle violazioni commesse (art.17, comma 3). 
Posto che i prestatori di servizi non hanno un generale obbligo di sorveglianza sulle 
informazioni che trasmettono o memorizzano né un obbligo generale di ricercare 
attivamente fatti o circostanze che indichino la presenza di attività illecite, essi sono 
comunque tenuti ad: 
1. informare senza indugio la pubblica autorità competente, di presunte attività o 
informazioni illecite, di cui sono a conoscenza, riguardanti il destinatario; 
2. comunicare senza indugio alle autorità competenti, a loro richiesta, al fine di 
individuare preventivamente attività illecite, informazioni che consentono l‟identificazione 
del destinatario del servizio con cui hanno accordi di memorizzazione (c.d. data log di 
navigazione).   
Poiché tutti gli intermediari hanno un obbligo di identificare il destinatario del 
servizio, potrà essere comunque garantito l‟anonimato? 
La normativa comunitaria e il d.lgs. n.70 del 2003 sostengono che non sia possibile 
affermare un diritto all‟anonimato nei confronti delle autorità competenti. 
Rimane, allora, aperto il problema se esista o meno un diritto all‟anonimato dei 
destinatari del servizio, quando il terzo, vittima di illecito, comunichi all‟host provider 
l‟esistenza di un illecito nella memoria  e chieda le generalità dell‟autore del sito illecito 
per proporre azione di risarcimento danni. In tal senso non esiste un obbligo di condotta 
degli ISP, che non sono tenuti a comunicare le informazioni che consentano 
l‟identificazione del destinatario del servizio, non essendo il terzo una “autorità 
competente”.  
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rimozione del sito illecito. 
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Prima di concludere la nostra analisi sugli illeciti posti in essere on line è bene 
prendere in considerazione anche il problema del foro competente
134
. Il problema nasce 
dalla natura stessa della rete telematica, che, non essendo ancorata a spazi fisici 
predeterminati, si presta ad una vasta gamma di soluzioni. La tesi preferibile è stata 
esposta dalla Corte di Cassazione a Sezioni Unite nell‟ordinanza n. 6591 dell‟8 giugno 
2002.  
Secondo i giudici della Corte di Cassazione, la competenza spetta al giudice del foro 
in cui il danneggiato, nel nostro caso specifico l‟utente minore, ha la propria la propria 
residenza o il proprio domicilio. 
Attraverso questa interpretazione, la Corte ha consentito di fatto che: 
1. le cause vengano incardinate dove gli illeciti sono giunti a compimento 
causando concretamente un danno; 
2. si impedisca ad entrambe le parti in causa di compiere attività di forum 
shopping, consentendo che si precostituisca il giudice naturale territorialmente competente 
ai sensi dell‟art.25 Cost135; 
3. si eviti che il danneggiato debba sopportare spese legate alla necessità di 
individuare il luogo di gestione del sito, nonché il rischio di non riuscire a trovarlo. 
La soluzione proposta si fonda su un interpretazione dell‟art.20 del codice di 
procedura civile la quale, in caso di illecito commesso attraverso l‟utilizzo della rete 
telematica, fa leva sulla realizzazione effettiva del danno. E‟ sufficiente considerare come 
“luogo in cui è stato commesso l‟illecito”, quello dove il fatto illecito ha generato il danno. 
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L‟evoluzione e la diffusione delle nuove tecnologie informatiche ha consentito ai siti 
web di trasformarsi da semplici e isolati contenitori di informazioni in sorgenti di 
contenuto così da fungere da piattaforma elaborativa al servizio delle applicazioni web per 
gli utenti finali. 
Tale tecnologia, utilizzando software semplici ed intuitivi, ha fatto sì che anche gli 
utenti minori si affacciassero al mondo virtuale. Ciò, come abbiamo visto, ha creato diversi 
problemi non solo in ambito nazionale e europeo ma anche a livello mondiale, perché in 
Internet è data la possibilità a tali soggetti non solo di consultare documenti attraverso 
strumenti di ricerca, selezione ed aggregazione, ma di poter fare acquisti on-line o off-line 
oppure poter contribuire ad alimentare il web con propri contenuti, interagendo con utenti 
di tutto il mondo. 
Al fine di garantire una maggiore tutela al minore in Internet gli Stati, non solo a 
livello europeo ma anche internazionale, si sono adoperati per consentire una 
armonizzazione delle varie normative vigenti nelle varie materie interessate, che si 
estendono dal commercio, alla protezione del consumatore, alla tutela della privacy e del 
copyright. 
Nella tesi sono andata ad analizzare i rischi ed i possibili rimedi che possono essere 
adottati per tutelare il minore in rete, suddividendoli in base alla qualifica che possono 
assumere; in tal modo ho evidenziato due profili ben distinti: a) il minore in veste di 
consumatore della rete e b) il minore come autore di opere creative che vengono diffuse on 
line. 
Con riguardo al primo profilo ho valutato se il minore poteva o meno concludere un 
contratto telematico, dato che civilisticamente è ritenuto un soggetto incapace di agire, 
appurando che questo è possibile, salvo l‟eventuale annullabilità di quest‟ultimo al 
ricorrere di determinate condizioni e presupposti.  
Inoltre ho evidenziato la necessità del minore di essere informato dal professionista, 
nella fase antecedente alla conclusione di un contratto telematico, in merito alle 
caratteristiche del prodotto o del servizio che questo si accinge ad acquistare, data 
l‟impossibilità di poter verificare in concreto se ciò che ha ordinato effettivamente 
corrisponde a quello che desidera.  
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Per effettuare tale valutazioni è risultato indispensabile integrato la normativa sul 
Commercio Elettronico con quella relativa al Codice del Consumo, il quale ha come 
principale obbiettivo quello di tutelare ed aumentare la fiducia del consumatore nelle 
transazioni commerciali, eliminando le eventuali asimmetrie presenti tra il professionista 
ed il consumatore. Naturalmente tali normative si incentrano maggiormente sulla figura 
del consumatore in generale e fanno soltanto degli accenni alla condizione del minore 
spesso qualificandolo, al pari di altri, come “soggetto vulnerabile”. É quindi importante 
un‟interpretazione estensiva di molte normative al fine di ricomprendere nel campo di 
applicazione delle stesse la figura del minore.  
Non di minore importanza ed efficacia sono risultati i codici di autoregolamentazione, 
che sono stati introdotti non solo dalle varie associazioni dei consumatori ma anche dalla 
Camera di Commercio, la quale tramite il codice Euro-label ha voluto garantire una 
maggiore sicurezza nelle transazioni on line al minore, certificando le imprese 
commerciali del settore che vi aderiscono. 
Integrando le varie normative ai codici di condotta, la figura del minore consumatore 
trova una migliore tutela non solo in ambito territoriale ma anche in ambito europeo. 
L‟analisi effettuata ha messo in evidenza i limiti di operatività delle disposizioni in 
materia di doveri di informazione, diritti di ripensamento e trasparenza. 
Sotto questo profilo ho evidenziato i possibili rischi e i rimedi cui il minore, in qualità 
di consumatore, può ricorrere laddove gli vengano fornite informazioni mendaci che lo 
inducano a prendere una decisione che in altre circostanze non avrebbe preso, soprattutto a 
seguito di una pratica commerciale scorretta.   
Con riguardo al secondo profilo, ho valutato la possibilità che il minore, raggiunti 
sedici anni di età, possa creare un opera intellettuale, sotto forma di video, immagini ed 
altro, da diffondere in un successivo momento tramite Internet. Naturalmente molte delle 
questioni analizzate rimangono tuttora aperte, anche in considerazione del fatto che il 
legislatore non si è ancora espresso in tal senso. Ad esempio, un profilo problematico 
riguarda le responsabilità che possono sorgere in capo al minore laddove diffonda in rete 
un video prodotto da un terzo soggetto. 
Un ulteriore apporto alla disciplina dei temi trattati si è avuto tramite l‟introduzione di 
un codice di co-regolamentazione denominato Internet@minori, incentrato principalmente 
sull‟esigenza di contrastare la pedopornografia on line nonché qualsiasi altro abuso che 
venga a gravare sul minore in merito al trattamento dei suoi dati personali. Nulla si dice, al 
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contrario, nel testo in questione, sulla protezione del minore inteso come “piccolo 
consumatore”. 
In conclusione potremmo affermare che, se l‟autoregolamentazione è frutto di un 
effettivo confronto tra le associazioni che rappresentano gli utenti, i consumatori ed in 
particolare i minori, ed i professionisti, allora tale risorsa può contribuire ad escludere gli 
operatori disonesti, assicurando maggiore fiducia ai fruitori dei servizi dell‟informazione.     
 In questo senso la co-regolamentazione potrebbe riservare inattesi scenari di 
efficienza coniugando la decisione politica con le esigenze sociali e d‟impresa nel tentativo 
di delineare un quadro con regole il più possibile flessibili e più vicine alle reali esigenze 
del mercato. 
In futuro l‟auspicio è che il legislatore, nonché la giurisprudenza, armonizzino 
maggiormente la tutela del minore in Internet, rendendo più incisive non solo le regole da 
seguire nelle contrattazioni on line e nei comportamenti tenuti in rete, ma individuando 
casistiche specifiche di responsabilità laddove tale regolamentazione non venisse seguita.    
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