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Salah satu kejahatan yang cukup beresiko bagi anak saat ini adalah 
tindak pidana perundungan didunia maya atau Cyber Bullying. Berdasarkan 
fakta hukum dirasa perlu pengaturan tindak pidana Cyber Bullying pada 
anak. Dalam hukum pidana Indonesia perlu dikaji untuk dapat memberikan 
pemahaman kepada masyarakat. 
Penulis memiliki tujuan dalam penelitian ini yakni (1) Untuk 
mengetahui unsur-unsur tindak pidana perundungan dimedia sosial (cyber 
bullying), (2) Untuk mengkaji penegakan hukum tindak pidana perundungan 
di media sosial (cyber bullying) yang dilakukan oleh anak. 
Jenis penelitian yang digunakan peneliti adalah Library Research atau 
penelitian kepustakaan, dengan pendekatan Statute Approach. Dalam 
penelitian ini teknik pengumpulan datanya di dapatkan dari sumber sekunder 
dengan mengutip perundang-undangan dan sumber Online melalui Website 
dan dianalisis menggunakan analisis kualitatif. 
Hasil penelitian ini menunjukan bahwa jika tindakan Cyber Bullying 
pada anak tidak diatasi dengan baik maka tidak menutup kemungkinan akan 
merenggut hak anak yang seharusnya ceria tetapi mendapatkan gangguan 
emosional karena menjadi korban bullying. Tindakan Cyber Bullying pada 
anak telah diatur dalam Perundang-Undangan Sistem Peradilan Pidana Anak. 
Tetapi hukuman tidak selalu menjadi cara efektif untuk mengubah perilaku 
pembully. Akan lebih baik untuk focus memperbaiki kerusakan yang 
ditimbulkan dan mengubah hubungan lebih positif. 
Berdasarkan hasil penelitian ini diharapkan akan menjadi bahan 
informasi dan masukan bagi mahasiswa, akademisi, praktisi, dan semua pihak 
yang membutuhkan di lingkungan Fakultas Hukum Universitas Pancasakti 
Tegal. 
 


























One of the crimes that are quite risky for children today is cyber bullying. 
Based on legal facts, it is deemed necessary to regulate the crime of Cyber Bullying 
on children. In Indonesian criminal law, it needs to be studied to be able to provide 
understanding to the public. 
The author's goals in this study are (1) to find out the elements of cyber 
bullying on social media (cyber bullying), (2) to examine law enforcement on social 
media bullying (cyber bullying) committed by children. 
The type of research used by the researcher is Library Research or library 
research, with the Statute Approach. In this study, the data collection techniques 
were obtained from secondary sources by citing legislation and online sources 
through the website and analyzed using qualitative analysis. 
The results of this study indicate that if the actions of Cyber Bullying on 
children are not handled properly then it is possible to take away the rights of 
children who should be cheerful but get emotional disturbances because they are 
victims of bullying. The act of Cyber Bullying on children has been regulated in the 
Juvenile Criminal Justice System Act. But punishment is not always an effective 
way to change a bully's behavior. It would be better to focus on repairing the 
damage caused and turning the relationship more positive. 
Based on the results of this research, it is hoped that it will become 
information and input for students, academics, practitioners, and all parties in need 
in the Faculty of Law, Pancasakti University, Tegal. 
 



































A. Latar Belakang 
 
Teknologi informasi dan komunikasi di era modern seperti sekarang 
ini bertumbuh semakin cepat yang secara tidak langsung penggunaan 
teknologi informasi ini mengalami peningkatan. Oleh karena itu teknologi 
informasi menjadi sangat penting di era sekarang, salah satunya internet 
sebagai alat komunikasi dan kebutuhan yang dianggap paling efesien dan 
efektif.1 Internet adalah hasil konvergensi teknologi telekomunikasi, 
computer, dan informasi yang telah terhubung melalui jaringan secara 
global.2 Hadirnya internet ditandai adanya masyarakat informasi 
(information society) yang telah menfaatkan teknologi internet di aktivitas 
sehari – hari.3 segala fasilitas dan program yang menyertainya seperti e- 
mail, chatting video , video teleconference dan situs website (www) telah 
memungkinkan komunikasi yang dilakukan secara global tidak mengenal 
batas. 
Pada akhirnya kemajuan teknologi mengantarkan revolusi digital era 
 
4.0 saat ini, yang sekaligus menjadi tantangan tersendiri bagi masyarakat 
karena diikuti dampak baik yang positif maupun negative. Revolusi digital 
4.0 diikuti dengan merebaknya kejahatan dunia maya dimana aktivitasnya 
dilakukan melalui teknologi telematika. Kejahatan yang diakibatkan oleh 
 
1 https://www.akseleran.co.id/blog/perkembangan-teknologi/ 
2 Sigit suseno, Yuridiksi Tindak Pidana siber, Bandung: PT Refika Aditama,2012, hlm.81 
3 Septa Candra, et. al, Hukum Pidana Dalam Perspektif, Bali: Pustaka Larasan bekerja 








efek negatif dari perkembangan aplikasi internet sering disebut sebagai 
Cyber Crime4. Ancaman Cyber Crime merupakan ancaman bagi anak-anak, 
khususnya anak yang aktif menggunakan media sosial. Anak selaku 
pengguna media sosial ditawarkan berbagai kemudahan untuk dapat 
berkomunikasi dengan teman-temannya yang memiliki minat yang sama. 
Disisi lain orang tua tidak mungkin melakukan pengawasan secara 
penuh terhadap anaknya saat mengakses internet. Kurangnya pengawasan 
orang tua akan mengakibatkan resiko yang cukup tinggi bagi anak 
mengalami kejahatan di media sosial. Keterbatasan anak untuk terhindar 
dari kejahatan dunia maya juga cukup besar, karena anak menjadi 
kecanduann selalu mengakses internet atau karena anak tidak mampu 
memilah mana konten yang berisiko dan mana yang tidak beresiko. 
Salah satu kejahatan yang cukup beresiko bagi anak saat ini adalah 
tindak pidana perundungan didunia maya atau Cyber Bullying. Cyber 
Bullying adalah perluasan dari Bullying melalui penggunaan internet. 
Kegiatan tersebut dilakukan dengan menggunakan media elektronik, seperti 
pesan instan, Email, chat room, Website, game online, situs jejaring sosial 
atau pesan teks yang dikirim melalui ponsel atau perangkat teknologi 
komunikasi lainnya5. Perundungan (Cyber Bullying) menurut Rizky Amelia 
dari kementrian komunikasi dan informatika (Kominfo) merupakan suatu 
kegiatan mengirim pesan dengan menggunakan surel, chatroom, media 
4 Abdul Wahid dan Mohammad Labib, Kejahatan Mayantara (Cybercrime), Bandung: PT. 
Refika Aditama, 2005, hlm. 39. 
5 Sartana dan Nelia Afriyeni, “Perilaku Perundungan Maya (Cyberbullying) Pada Remaja 





social, maupun situs untuk menyakiti, membuat malu, mengancam, ataupun 
mengintimidasi orang lain6. Perundungan melalui media sosial merupakan 
resiko yang dialami anak. Disebutkan oleh Willard, memiliki beberapa 
bentuk perundungan, antara lain: 
1) Flaming (amarah) yaitu, melampiaskan pendapatnya melalui tulisan 
berupa pesan yang sifatnya agresif bahkan cenderung kasar 
2) Harassment (pelecehan), yaitu menuliskan pesan yang bersifat 
menghinabahkan ancaman yang berbahaya 
3) Menyebar gossip melalui jejaring sosial 
 
4) Mempemalukan bahkan mengancam melalui media sosial 
 
5) Menuliskan kalimat verbal bermuatan seksual dan merendahkan 
 
6) Cyberstalking, merupakan bentuk tindak pidana yang dilakukan 
seseorang dengan cara mengancam serta mengganggu scara terus 
menerus sehingga menimbulkan rasa takut, termasuk juga melakukan 
pencemaran nama baik seseorang atau organisasi. 
7) Denigration (pencemaran nama baik), pelaku melakukan pencemaran 
nama baik dengan tujuan merusak reputasi seseorang melalui internet 
8) Impersonation (peniruan), meniru dengan bertingkah laku menjadi 
orang lain, mengirimkan pesan tidak baik dan bahkan menulis status 
yang sifatnya melecehkan, menjadi orang lain dan mengirimkan pesan- 










9) Outing & Trickery, kegiatan outing dilakukan oleh pelaku dengan cara 
menyebarkan rahasia pribadi yang dimiliki seseorang atau bahkan 
menyebarkan foto yang tidak pantas ke publik. Tricker (tipu daya) 
adalah upaya mendekati seseorang dengan cara melakukan tipuan untuk 
memperoleh sejumlah informasi dan rahasia seseorang 
10) Exclusion (pengeluaran) tindakan yang dilakukan dengan cara 
mengeluarkan seseorang secara paksa dari grup online. Artinya dengan 
sengaja dan jahat menghapus seseorang dari grup online.7 
Dari berbagai contoh kasus yang terjadi di Indonesia tidak semua 
kasus Cyber Bullying yang menimpa anak diproses ke ranah hukum. Ada 
berbagai hal yang menjadi alasan bagi orang tua, diantaranya tidak mau 
repot berurusan dengan hukum karena akan memakan waktu, ada yang 
karena ketidak pahaman orang tua, bahkan ada yang merasa malu jika 
diketahui orang banyak. Sebagai contoh kasus Cyber Bullying yang terjadi 
pada Betrand Veto anak artis Ruben Onsu, pada kasus pengeditan foto 
Betrand, diketahui pelakunya adalah anak usia dibawah 17 tahun, kasusnya 
tidak berlanjut. 
Berdasarkan fakta hukum dirasa perlu pengaturan tindak pidana Cyber 
Bullying   pada anak. Dalam hukum pidana Indonesia perlu dikaji untuk 
dapat memberikan pemahaman kepada masyarakat. Disamping hukum juga 
 
7 I G A Ayu Dewi Satyawati dan Sagung Putri M. E Purwani, “Pengaturan Cyber bullying 
Dalam Undang – undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik”, , 
Jurnal Hukum Bagian Hukum Pidana Fakultas Hukum Universitas Udayana, Volume 03, No 02, 
Mei 2014. diakses melalui https://ojs.unud.ac.id/index.php/kerthawicara/article/view/9110/6870 





di tuntut untuk dapat mengikuti perkembangan yang ada dalam masyarakat 
yang di kenal dengan hukum telematika atau hukum siber (ciber law) yang 
digunakan dalam istilah hukum terkait dengan teknologi dan informasi. 
Untuk itulah maka peneliti akan menjelaskan tentang bagaimana penegakan 
hukum tindak pidana perundungan di media sosial (cyber bullying) yang 
dilakukan oleh anak. 
B. Rumusan Masalah 
 
Berdasarkan uraian latar belakang maka rumusan masalah yang 
peneliti angkat sebagai berikut : 
1. Apa unsur-unsur tindak pidana perundungan di media sosial (cyber 
bullying) ? 
2. Bagaimana proses penegakan hukum terhadap tindak pidana 
perundungan di media sosial yang dilakukan oleh anak? 
C. Tujuan Penelitian 
 
Pada bagian ini akan dijelaskan tujuan dilaksanakan penelitian. 
 
Uraian dari tujuan dalam penelitian ini sebagai berikut: 
 
1. Untuk mendeskripsikan unsur-unsur tindak pidana perundungan 
dimedia sosial (cyber bullying). 
2. Untuk mengetahui bagaimana penegakan hukum terhadap tindak 
pidana perundungan di media sosial (cyber bullying) yang 





D. Manfaat Penelitian 
 
Manfaat yang diharapkan dalam penelitian ini antara lain sebagai 
berikut : 
1. Memberikan wawaasan bagi penulis dan mahasiswa hukum mengenai 
penegakan tindak pidana perundungan di media sosial (cyber bullying). 
2. Memberikan informasi dalam perkembangan ilmu hukum pada 
umumnya di Indonesia, terutama dalam hukum pidana yang berkaitan 
dengan tindak pidana perundungan di media sosial (cyber bullying). 
3. Hasil penelitian ini dapat digunakan sebagai literatur tambahan bagi 
mahasiswa yang berminat melakukan penelitian lebih lanjut khususnya 
mahasiswa dari fakultas hukum. 
E. Tinjauan Pustaka 
 
Sumber-sumber yang peneliti gunakan sebagai acuan penelitian ini yaitu: 
 
1. Daryl Albert Reppy, “Cyber-Bullying Sebagai Suatu Kejahatan 
Teknologi Informasi Ditinjau Dari Undang-undang Nomor 11 Tahun 
2008 Tentang Informasi Dan Transaksi Elektronik”, Lex Privatum, 
Vol. IV/No. 7/Agustus/2016. Tulisan ini mengenai untuk mengetahui 
bagaimana kedudukan Cyber Bullying dalam kejahatan melalui 
teknologi informasi dan bagaimana bentuk pertanggungjawaban pidana 
pelaku Cyber Bullying menurut Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi dan Transaksi Elektronik8. 
 
 
8 Daryl Albert Reppy, “Cyber-Bullying Sebagai Suatu Kejahatan Teknologi Informasi 
Ditinjau Dari Undang-undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi 





2. Flourensia Sapty Rahayu ,”Cyeber Bullying Sebagai Dampak Negatif 
Penggunaan Teknologi Informasi”. Journal of Information Systems, 
Volume 8, Issue 1, April 2012. Rujukan ini mengenai kasus Di negara 
lain ada banyak kasus Cyber Bullying yang berakhir dengan kejaidan 
yang lebih serius seperti bunuh diri. Penelitian ini bertujuan untuk 
memperoleh gambaran tentang fenomena Cyber Bullying di Indonesia9. 
3. Liano Rovi Frederick Rumbay , “Tindak Pidana Cyber Bullying Dalam 
Media Sosial Menurut UU No. 11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik”, Lex Privatum, Vol.V/No. 7 September 2017 , 
dalam tulisan ini penulis membahas tentang Media sosial di pakai 
sebagai sarana melakukan kejahatan Cyber Bullying karena pelaku 
dapat menyembunyikan identitas, lokasi, dan menggunakan akun 
samaran. Hal yang paling penting penyebab media sosisal digunakan 
sebagai sarana kejahatan Cyber Bullying karena media sosial bersifat 
anonim dan dinamis10. 
4. Friskilla Clara S.A.T, Eko soponyono, A.M. Endah Sri Astuti. 
“Kebijakan Hukum Pidana Dalam Upaya Penanggulangan Cyber 
Bullying Dalam Upaya Pembaharuan Hukum Pidana”. Diponegoro 
Law Jurnal. Volume 5, no 3, Tahun 2016. Dalam rujukan ini penulis 
fokus di indonesia kasus mengenai Cyber Bullying tidak semua dapat 
 
 
9 Flourensia Sapty Rahayu, “Cyeberbullying Sebagai Dampak Negatif Penggunaan 
Teknologi Informasi”. Journal of Information Systems, Volume 8, Issue 1, April 2012. 
10 Liano Rovi Frederick Rumbay , “Tindak Pidana Cyberbullying Dalam Media Sosial 
Menurut UU No. 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik” , Lex Privatum, 





terdata dikarenakan faktor banyaknya korban Cyber Bullying yang lebih 
memilih diam dan tidak melaporkan11. 
Berdasarkan sumber rujukan yang peneliti cantumkan terdapat 
perbedaan antara penelitian dan rujukan yaitu peneliti membahas dan 
mengkaji mengenai pengaturan hukum pidana perundungan di media 
sosial (cyber bullying) dan membahas tentang perundungan di media sosial 
(cyber bullying) yang dilakukan oleh anak. 
F. Metode Penelitian 
 
1. Jenis Penelitian 
 
Jenis penelitian yang digunakan dalam penelitian ini yaitu 
penelitian Library Research. Penelitiaan Library research yaitu 
penelitian yang pengumpulan datanya dilakukan dengan menghimpun 
data dari berbagai literatur. Literatur yang diteliti tidak terbatas pada 
buku-buku tetapi dapat juga berupa bahan-bahan dokumentasi, majalah, 
jurnal, dan surat kabar. Penekanan penelitian kepustakaan (library 
research) adalah ingin menemukan berbagai teori, hukum, dalil, 
prinsip, pendapat, gagasan, dan lain – lain yang dapat dipakai untuk 







11 Friskilla Clara S.A.T, et. Al, “Kebijakan Hukum Pidana Dalam Upaya Penanggulangan 
Cyberbullying Dalam Upaya Pembaharuan Hukum Pidana”. Diponegoro Law Jurnal. Volume 5, 
no 3, Tahun 2016. 
12 Sarjono. DD. Panduan Penulisan Skripsi, Yogyakarta : Jurusan Pendidikan Agama 





2. Metode Pendekatan 
Metode pendekatan yang digunakan penulis dalam penelitian ini 
yaitu adalah metode Statute Approach yaitu Pendekatan perundang- 
undangan (statute approach) merupakanpenelitian yang mengutamakan 
bahan hukum yang berupa peraturan perundang-undangan sebagai 
bahan acuan dasar dalam melakukan penelitian. Pendekatan perundang- 
undangan (statute approach) biasanya digunakan untuk meneliti 
peraturan perundang-undangan yang dalam penormaannya masih 
terdapat kekurangan atau malah menyuburkan praktek penyimpangan 
baik dalam tataran teknis atau dalam pelaksanaannya dilapangan. 
Pendekatan ini dilakukan dengan menelaah semua peraturan perundang-
undangan yang bersangkut paut dengan permasalahan (isu hukum) yang 
sedang dihadapi. Pendekatan perundang-undangan ini misalnya 
dilakukan dengan mempelajari konsistensi/kesesuaian antara Undang-
Undang Dasar dengan Undang-Undang, atau antara Undang- Undang 
yang satu dengan Undang-Undang yang lain13. 
3. Jenis & Sumber Data 
 
Sumber data yang digunakan dalam penelitian ini adalah bahan hukum 
sekunder. Jenis data yang digunakan diantaranya : 
1. Sumber data sekunder yaitu bahan hukum yang terdiri atas buku- 
buku, jurnal – jurnal hukum, pendapat para sarjana (doktrin), 
kasus- kasus hukum, jurisprudensi, dan hasil-hasil simposium 
 
 
13 Saeful Anam dan Partner. “Pendekatan Perundang-undangan (Statute Approach)dalam 






mutakhir, yang berkaitan dengan permasalahan penelitian14. Untuk 
mengumpulkan data dalam penelitian ini, penulis menggunakan 
dua jenis Bahan Hukum, diantaranya : 
a. Bahan Hukum Primer 
 
Bahan hukum yang mengikat terdiri dari peraturan - 
peraturan perundang-undangan yang berkaitan dengan objek 
penelitian. Bahan hukum primer yang digunakan dalam 
penulisan skripsi ini terdiri dari sebagai berikut : 
(1) Undang-Undang Nomor 1 Tahun 1946 Tentang Kitab 
Undang-undang Hukum Pidana 
(2) Undang-Undang Nomor 19 Tahun 2016 Tentang Perubahan 
Atas Undang-undang Nomor 11 Tahun 2008 Tentang 
Informasi dan Transaksi Elektronik 
(3) Undang-undang Nomor 11 Tahun 2012 Tentang Sistem 
Peradilan Pidana Anak 
b. Bahan hukum sekunder, yaitu dokumen atau bahan hukum yang 








(4) Jurnal ilmiah dan hasil seminar 
 
 
14 Jhony Ibrahim. Teori Dan Penelitian Hukum Normatif. Malang: Bayumedia 





4. Metode Pengumpulan Data 
 
Metode pengumpulan data sekunder dilakukan dengan mengutip 
peraturan perundang-undangan yang terkait dengan penelitian ini atau 
berbagai bahan hukum berdasarkan penelitian di atas. Sedangkan 
pendataan online dengan menguntip dari sumber di Website yang 
membahas tentang hukum tindak pidana perundungan di media sosial 
(cyber bulying). 
5. Metode Analisis Data 
 
Berdasarkan bahan hukum yang telah diperoleh, akan dilakukan 
analisis kualitatif terhadap bahan berupa pengolahan bahan hukum 
untuk menghasilkan dan mengidentifikasi fakta hukum, serta untuk 
membentuk kesimpulan hukum untuk menjawab permasalahan hukum 
yang ada. 
Adapun yang dimaksud dengan metode Kualitatif disini adalah 
sebagai berikut: “Suatu teknik untuk mendeskripsikan dan 
menginterpretasikan data yang dikumpulkan untuk memperoleh 
gambaran secara keseluruhan dan pahami sebelumnya disituasi yang 
sebenarnya”. 
G. Sistematika Penulisan 
 
Sistematika penulisan skripsi ini terdiri dari 4 bab masing-masing 
menunjukkan penekanan yang berbeda tetapi dalam penjelasan yang saling 
mendukung dan melengkapi. Bab pertama adalah pendahuluan, gambaran 





Atas dasar inilah maka uraian skripsi dimulai dari latar belakang masalah 
yang terangkum di dalamnya dan itu adalah alasan penulis untuk memilih 
judul dan pentingnya topik tersebut. Sekilas, Sudah bisa menangkap 
substansinya. Selain itu, untuk klarifikasi lebih lanjut juga disebutkan baik 
teori dan praktik meninjau tujuan penelitian. Penjelasan ini akan 
mengungkapkan makna isi tulisan. Jadi tidak ada duplikasi dan plagiarisme 
oleh karena itu, berbagai hasil penelitian sebelumnya juga diperkenalkan 
dirangkum dalam tinjauan pustaka. Kemudian metode penulisan juga 
mengungkap dengan sedemikian jelasnya agar dapat mudah dipahami apa 
yang menjadi jenis penelitian, metode pendekatan, sumber data, metode 
pengumpulan data, dan metode analisis data serta sistematika penulisan 
skripsi. 
Bab kedua adalah tinjauan pustaka, bab ini penulis fokus akan 
memaparkan beberapa yang menjadi acuan dalam mengenai tinjauan umum 
tentang tindak pidana, tinjauan umum tentang Cyber Crime, tinjauan umum 
tentang media sosial, tinjauan umum perundungan di media sosial 
(cyberbullying) 
Bab ketiga hasil dari penelitian dan pembahasan di bab kedua, dimana 
penulis akan menguraikan dan membahas: (1) Unsur – unsur hukum tindak 
pidana perundungan di media sosial (cyberbullying), dan (2) Proses 
penegakan hukum terhadap tindak pidana perundungan di media sosial yang 





Bab empat adalah penutup, yang berisi mengenai kesimpulan dan 







A. Tinjauan Umum Tindak Pidana (Strafbaarfeit) 
 
1. Pengertian Tindak Pidana 
 
Istilah tindak pidana dalam Bahasa Indonesia berasal dari 
bahasa Belan-da yaitu “strafbaar feit”. Pembentuk undang-undang 
menggunakan kata “straf-baar feit” untuk menyebut apa yang di 
kenal sebagai “tindak pidana” tetapi dalam Undang-Undang Hukum 
Pidana tidak memberikan suatu penjelasan mengenai apa sebenarnya 
yang dimaksud dengan perkataan “strafbaar feit”.15 Istilah “tindak” 
dari “tindak pidana” merupakan singkatan dari kata “tindakan” 
sehingga artinya ada orang yang melakukan suatu “tindakan”, 
sedangkan orang yang melakukan dinamakan “petindak”. 
Menurut Moeljanto istilah strafbaarfeit adalah perbuatan 
yang dilarang oleh suatu aturan hukum larangan yang disertai 
ancaman (sanksi) yang berupa pidana tertentu.16 Kemudian menurut 
Simons bahwa delik adalah kelakuan yang diancam dengan pidana, 
yang bersifat melawan hukum, yang berhubungan dengan kesalahan 
dan yang dilakukan oleh orang yang mampu bertanggung jawab. 
Maka dari itu, dari pengertian di atas dapat ditarik suatu kesimpulan 
bahwa sifat utama dari setiap tindak pidana adalah terdapatnya sifat 
 
15 Sofyan Andi, Azisa Nur, Modul Hukum Pidana, Pustaka Pena Pres, 2016, hlm.96 
16 Kansil, C.S.T, dan Christine S.T, Kansil, Pokok-pokok Hukum Pidana. Jakarta: Pradnya 





melawan hukum, sebab tidak ada suatu tindak pidana tanpa sifat 
melanggar hukum. 
Tindak pidana dalam Kitab Undang-undang Hukum Pidana 
(KUHP) dikenal dengan istilah Strafbaarfeit dan dalam kepustakaan 
tentang hukum pidana sering mempergunakan istilah delik, 
sedangkan pembuat undang-undang merumuskan suatu undang- 
undang mempergunakan istilah peristiwa pidana atau perbuatan 
pidana atau tindak pidana. Tindak pidana merupakan suatu istilah 
yang mengandung suatu pengertian dasar dalam ilmu hukum, 
sebagai istilah yang dibentuk dengan kesadaran dalam memberikan 
ciri tertentu pada peristiwa hukum pidana.17 
Banyak istilah terkait dengan tindak pidana, ada yang 
menggunakan istilah delik berasal dari bahasa latin yaitu “delictum”. 
Pengertian dalam bahasa Jerman dan Belanda digunakan dengan 
istilah “delict”. Sedangkan dalam Kitab Undang-Undang Hukum 
Pidana (KUHP) yang digunakan di Indonesia bersumber dari 
“Wetboek van Strafrecht Nederl” menggunakan istilah “strafbaar 
feit” untuk menyebutkan tindak pidana.18 
Tindak pidana merupakan istilah yang secara resmi 
digunakan dalam peraturan perundang-undangan, dalam tulisan- 
tulisan para pakar hukum, adakalanya digunakan istilah delik untuk 
 
17 Amir Ilyas, Asas-Asas Hukum Pidana, Yogyakarta: Rangkang Education, 2012, hlm. 18 
18 Tom Fernando Napitupulu, Penerapan Hukum Pidana Terhadap Anak Pelaku Tindak 
Pidana Kekerasan, Skripsi Sarjana Hukum, Tegal: Perpustakaan Fakultas Hukum Universitas 





pengertian tindak pidana, istilah delik berasal dari kata “delict” 
dalam bahasa Belanda. Ada pula yang menggunakan istilah 
perbuatan pidana untuk tindak pidana, istilah tersebut digunakan 
pertama kali oleh Moeljatno dan Roeslan Saleh. Istilah perbuatan 
pidana diambil dari frasa “criminal act” dalam bahasa Inggris, dalam 
bahasa Belanda selain digunakan istilah “delict”, digunakan juga 
istilah “strafbaar feit”. Istilah yang digunakan dalam bahasa Inggris 
adalah “crime” atau “offence” 
Tindak pidana diartikan sebagai suatu dasar pokok dalam 
menjatuhi pidana kepada orang yang telah melakukan perbuatan 
pidana dengan dasar pertanggungjawaban seseorang atas perbuatan 
yang telah dilakukannya. Namun sebelum mengenai dilarang dan 
diancamnya suatu perbuatan yaitu tentang perbuatan pidanya sendiri, 
berdasarkan asas legalitas “Principle of legality” yang merupakan 
asas yang menentukan bahwa tidak ada perbuatan yang dilarang dan 
diancam dengan pidana jika tidak ditentukan terlebih dahulu dalam 
perundang-undangan. 
2. Unsur-Unsur Tindak Pidana 
 
Unsur-unsur apa yang ada dalam tindak pidana adalah 
melihat bagai-mana bunyi rumusan yang dibuatnya. Tindak pidana 
itu terdiri dari unsur-unsur yang dapat dibedakan atas unsur yang 





Unsur subjektif adalah unsur-unsur yang melekat pada diri si 
pelaku termasuk juga situasi batiniah si pelaku. Sedangkan yang 
dimaksud unsur objektif adalah unsur-unsur yang berhubungan 
dengan keadaan dan tindakan pidananya itu sendiri. 19 
1) Unsur Subjektif 
 
Adapun yang dimaksud dengan unsur-unsur 
subjektif itu adalah unsur-unsur yang melekat pada diri si 
pelaku atau yang berhubungan dengan diri si pelaku dan 
termasuk ke dalamnya yaitu segala sesuatu yang terkandung 
di dalam hatinya. Sedangkan yang dimaksud dengan unsur- 
unsur subjektif dari suatu tindak pidana itu adalah :20 
a. Kesengajaan atau ketidaksengajaan (dolus atau culpa) 
 
b. Maksud atau voornemen pada suatu percobaan atau 
voeoging seperti yang dimaksud di dalam Pasal 53 
ayat (1) KUHP 
c. Macam-macam maksud atau oogmerk seperti yang 
terdapat misalnya di dalam kejahatan-kejahatan 
pencurian, penipuan, pemerasan, pemalsuan, dan lain- 
lain. 
d. Merencanakan terlebih dahulu atau voorbedachte raad 
seperti yang misalnya terdapat di dalam kejahatan 
pembunuhan menurut Pasal 338 KUHP. 
 
19 Lamintang, P.A.F., Dasar-Dasar Hukum Pidana Indonesia. Bandung: Citra Aditya 
Bakti, 1997, hlm.184 





e. Perasaan takut atau vress seperti yang antara lain 
terdapat di dalam rumusan tindak pidana menurut 
Pasal 308 KUHP. 
2) Unsur Objektif 
 
Sedangkan yang dimaksud dengan unsur-unsur 
objektif itu adalah unsur-unsur yang ada hubungannya 
dengan keadaan-keadaan, yaitu di dalam keadaan-keadaan 
ketika tindakan-tindakan dari si pelaku itu harus dilakukan. 
Unsur-unsur objektif dari sesuatu tindak pidana itu adalah 
:21 
 
a. Sifat melanggar hukum atau wederrechtelijkheid 
 
b. Kualitas dari si pelaku, misalnya “keadaan sebagai 
seorang pegawai negeri” di dalam kejahatan jabatan 
menurut Pasal 415 KUHP atau “keadaan sebagai 
pengurus atau komisaris dari suatu perseroan terbatas” 
di dalam kejahatan menururt Pasal 398 KUHP 
c. Kausalitas, yakni hubungan antara sesuatu tindakan 
sebagai penyebab dan sesuatu kenyataan sebagai 
akibat. 
Menurut pendapat Adami Chazawi, unsur-unsur tindak 
pidana dapat dibedakan atas 2 (dua) sudut pandang yakni: “Dari 








teoritis ialah berdasarkan pendapat para ahli hukum, yang tercermin 
pada bunyi rumusannya.Sedangkan sudut Undang-Undang 
merupakan bagaimana kenyataan tindak pidana itu dirumuskan 
menjadi tindak pidana tertentu dalam pasal-pasal peraturan 
perundang-undangan”22 
Unsur tindak pidana secara teoritis yakni Kelakuan dan 
akibat (perbuatan); Hal ikhwal atau keadaan yang menyertai 
perbuatan; Keadaan tambahan yang memberatkan pidana; Unsur 
melawan hukum yang objektif; Unsur melawan hukum yang 
subjektif. 
Unsur-Unsur tindak pidana dalam Undang-Undang terdiri 
atas unsur objektif dan unsur subjektif, unsur objektif 
menitikberatkan pada unsur-unsur yang berada di luar diri pelaku. 
Sedangkan unsur subjektif menitik beratkan pada unsur-unsur yang 
berada di dalam diri pelaku, mengenai tingkah laku atau perbuatan. 
Unsur kesalahan dan melawan hukum dicantumkan, dan seringkali 
juga tidak dicantumkan, sama sekali tidak dicantumkan adalah 
mengenai unsur kemampuan bertanggungjawab. 
Selain itu banyak mencantumkan unsur-unsur lain baik 
sekitar atau mengenai objek kejahatan maupun perbuatan secara 
khusus untuk rumusan tertentu maka dapat diketahui adanya 8 
(delapan) unsur tindak pidana, yaitu Tingkah laku; Unsur melawan 
 






hukum; Unsur kesalahan; Unsur akibat konstitutif; Unsur keadaan 
yang menyertai; Unsur syarat tambahan untuk dapatnya dituntut 
pidana; Unsur syarat tambahan untuk memperberat pidana; Unsur 
syarat tambahan untuk dapatnya dipidana.23 
3. Kesalahan dan Pertanggungjawaban Pidana 
 
Unsur kesalahan sangat berkaitan erat dengan 
pertanggungjawaban pidana, sebab unsur kesalahan adalah penentu 
seseorang dapat atau tidak dapat dipidananya seseorang atas tindak 
pidana yang didakwakan kepadanya. Apabila perbuatan tersebut 
tidak melawan hukum, maka menurut hukum pidana positif, 
perbuatan tersebut tidaklah dapat dipertanggungjawabkan kepada 
pembuatnya. Tidak mungkin ada kesalahan tanpa unsur melawan 
hukum. Pun hal tersebut juga tidak dapat dilepaskan dari adanya 
suatu asas dalam hukum pidana yaitu bahwa tiada pidana tanpa 
kesalahan (geen straf zonder schuld) baik yang disengaja (dolus) 
maupun yang terjadi karena kealpaan (culpa). 
Aturan hukum mengenai tindak pidana mempunyai struktur 
yang berbeda dengan aturan mengenai bagaimana reaksi terhadap 
mereka yang melanggarnya tersebut. Artinya, kewajiban-kewajiban 
tersebut memerlukan suatu program aplikasi yang dinamakan sistem 
pertanggungjawaban pidana.24 
 
23 Ibid. hlm. 81-82 
24 Huda, Chairul, Dari Tiada Pidana Tanpa Kesalahan menuju kepada Tiada 
Pertanggungjawaban Pidana Tanpa Kesalahan: Tinjauan Kritis Terhadap Teori Pemisahan 





Kesalahan merupakan faktor penentu bagi 
pertanggungjawaban pidana. Ada atau tidaknya kesalahan, terutama 
penting bagi penegak hukum untuk menentukan apakah seseorang 
yang melakukan tindak pidana dapat dipertanggungjawabkan dan 
karenanya patut dipidana. Pertanggungjawaban pidana adalah 
pertanggungjawaban orang terhadap tindak pidana yang 
dilakukannya. Lebih tegasnya, yang dipertanggungjawabkan dari 
seseorang adalah hanya tindak pidana yang dilakukannya. Dalam 
KUHP, ditegaskan bahwa seseorang dapat dipertanggungjawabkan 
perbuatannya karena adanya kesadaran diri dari yang bersangkutan 
dan juga telah mengerti bahwa perbuatan itu dilarang menurut 
hukum yang berlaku. 
KUHP mengatur bahwa suatu perbuatan pidana (kejahatan) 
harus mengandung unsur-unsur Adanya perbuatan manusia; 
Perbuatan tersebut harus sesuai dengan ketentuan hukum; Adanya 
kesalahan; Orang yang berbuat harus dapat dipertanggungjawabkan. 
Berdasarkan KUHP, pelaku harus menyadari akibat dari 
perbuatannya, serta mampu mempertanggungjawabkannya dasar 
adanya tanggung jawab dalam hukum pidana yang dikemukakan 
oleh Simons yakni Keadaan psikis atau jiwa seseorang; Hubungan 





4. Tindak Pidana Anak 
 
Pengertian anak menurut Undang-undang Nomor 35 Tahun 
2014 tentang Perlindungan Anak bahwa anak adalah seseorang yang 
belum berusia 18 (delapan belas) tahun, termasuk anak yang masih 
dalam kandungan. Undang-undang Nomor 11 Tahun 2012 Tentang 
Sistem Peradilan Pidana Anak mendefinisikan anak tersebut sebagai 
anak yang berkonflik dengan hukum yaitu anak yang telah berumur 
12 (dua belas) tahun, tetapi belum berumur 18 (delapan belas) tahun 
yang diduga melakukan tindak pidana. 
Pembedaan tindak pidana anak dengan tindak pidana orang 
dewasa lebih dititikberatkan pada sistem pemidanaannya. Perbuatan 
yang dikualifikasikan sebagai tindak pidana anak adalah setiap 
perbuatan baik berupa kejahatan maupun pelanggaran sebagaimana 
diatur dalam perundang-undangan hukum pidana. Bahkan 
berdasakan Undang-undang Sistem Peradilan Pidana Anak diperluas 
lagi, bukan hanya perbuatan yang dilarang oleh perundang-undangan 
hukum pidana melainkan termasuk perbuatan yang dilarang menurut 
peraturan hukum lain yang hidup dan berkembang di masyarakat. 
Konteks upaya memberikan perlindungan hukum terhadap 
anak, kiranya penggunaan kualifikasi tindak pidana dengan 
menggunakan istilah anak nakal akan lebih tepat untuk 
menghilangkan cap yang kurang baik bagi perkembangan psikologi 





ingin menggunakan istilah “anak bermasalah dengan hukum” 
sebagaimana digunakan dalam Undang-undang Nomor 35 Tahun 
2014 tentang Perlindungan Anak. Menurut pendapat Nandang 
Sambas penggunaan istilah “anak bermasalah dengan hukum” lebih 
bersifat subyektif, dalam arti ditujukan terhadap anak secara 
individu. Sedangkan istilah anak nakal secara objektif ditujukan 
terhadap perilaku anak.25 
Menurut Undang-undang No 11 Tahun 2012 tentang Sistem 
Peradilan Pidana Anak. Sanksi hukuman yang berupa pidana terdiri 
atas pidana pokok dan pidana tambahan. Untuk pidana pokok terdiri 
dari 5 (lima) macam sebagaimana telah ditetapkan Pasal 71 ayat (1) 
dan sanksi pidana tambahan terdiri dari 2 (dua) macam dalam Pasal 
71 ayat (2) Undang-Undang Sistem Peradilan Anak yaitu : 
Pasal 71 Undang-undang No 11 Tahun 2012 
 
(1) Pidana pokok bagi Anak terdiri atas: 
 
a. Pidana peringatan; 
 
b. Pidana dengan syarat: 
 
1. Pembinaan di luar lembaga; 
 




c. Pelatihan kerja; 
 
d. Pembinaan dalam lembaga; dan 
 
 








(2) Pidana tambahan terdiri atas: 
 
a. perampasan keuntungan yang diperoleh dari tindak 
pidana; atau 
b. pemenuhan kewajiban adat. 
 
(3) Apabila dalam hukum materiil diancam pidana kumulatif 
berupa penjara dan denda, pidana denda diganti dengan 
pelatihan kerja. 
(4) Pidana yang dijatuhkan kepada Anak dilarang melanggar 
harkat dan martabat Anak. 
(5) Ketentuan lebih lanjut mengenai bentuk dan tata cara 
pelaksanaan pidana sebagaimana dimaksud pada ayat (1), 
ayat (2), dan ayat (3) diatur dengan Peraturan Pemerintah. 
Pemberian pertanggungjawaban pidana kepada anak haruslah 
mempertimbangkan kepentingan terbaik bagi anak di masa 
mendatang atau di masa depan. 5Tidak menutup kemungkinan 
seorang anak memiliki niat untuk melakukan sesuatu apalagi di era 
seperti saat ini seorang anak bisa saja melakukan apa yang dilakukan 
orang dewasa dalam konteks positif maupun negatif. Anak saat ini 
pikirannya tidak sesuai dengan umurnya sehingga dapat dikatakan 
sebenarnya anak telah mampu untuk membedakan benar ataupun 
salah. Niat bisa jadi telah ada pada saat sebelum seorang anak 





Terdapat 2 (dua) macam unsur kategori mengapa seorang 
anak dapat dikatakan berhadapan dengan hukum, unsur-unsur 
tersebut antaralain:26 
1. Unsur Offense dimana unsur ini merupakan prespektif 
seorang anak mengenai suatu perbuatan yang dianggapnya 
tidak salah atau bukan suatu kejahatan. Hal ini terjadi karena 
seorang anak yang melihat seorang yang cukup umur/dewasa 
melakukan perbuatan tersebut. contohnya adalah membolos 
sekolah, pergi dari rumah tanpa sepengetahuan orangtua, dan 
berprilaku menentang orang tua. 
2. Juvenile Deliquence merupakan suatu karakter seorang anak 
dimana anak tersebut berbuat suatu kenakalan yang dianggap 
kenakalan tersebut sama dengan perbuatan suatu pelanggaran 
atau kejahatan yang diperbuat oleh orang dewasa seperti 
contohnya anak-anak smp melakukan tindakan pengeroyokan 
atau peelakuan verbal melalui media sosial yang 
mengakibatkan korbannya mengalami tekanan mental dan 
berujung dengan bunuh diri 
5. Teori Pemidanaan 
 
Pembahasan mengenai teori pemidanaan dimana teori 
pemidanaan dalam literature lazim disebut dengan teori hukum 
pidana atau strafrecht theorien, teori hukum pidana terhubung 
 
 





langsung dengan pengertian hukum pidana yang bersifat subyektif. 
Sastrawidjaja dalam Bilher Hutahaean menjelaskan bahwa teori- 
teori dalam hukum pidana mencari dan menerangkan mengenai 
dasar dari hak negara dalam menjatuhkan dan menjelankan pidana 
tersebut, sehingga ada beberapa macam pendapat mengenai teori 
pemidanaan ini, namun yang banyak itu dapat dikelompokkan ke 
dalam tiga golongan besar, seperti teori absolute atau teori 
pembalasan, teori relatif atau tujuan, dan teori gabungan.27 
Teori absolut atau teori pembalasan (vergeldingstheorien) 
merupakan pemeberian pidana dilihat dari seseorang yang telah 
melakukan suatu kejahatan kriminal. Jika dilihat dari sudut 
pandang teori pembalasan, penderitaan yang diberikan terhadap 
pelaku harus dibalas dengan penderitaan berupa pidana yang sama 
sesuai dengan apa yang diperbuatnya. Dalam teori ini pidana yang 
dijatuhkan terhadap pelaku tidak untuk suatu hal yang praktis, 
seperti memperbaiki pelaku untuk menjadi pribadi yang lebih baik, 
namun pidana yang dimaksud yaitu hanya untuk memberikan 
penderitaan kepada pelaku kejahatan. Ada dua sudut pandang 
dalam suatu tindakan pembalasan yaitu sudut subjektif yang 
ditujukan kepada orang yang berbuat salah dan sudut objektif yang 
ditujukan untuk memenuhi perasaan balas dendam masyarakat.28 
 
 
27 Hutahaean, B., “Penerapan Sanksi Pidana Bagi Pelaku Tindak Pidana Anak” Jurnal 






Utilitariantheory atau lazim disebut dengan teori relatif, 
memiliki pola kerja mengubah prilaku dari apra pelaku kriminal 
dari buruk menjadi lebih baik. Menurut teori ini pidana bukan 
suatu alat untuk melakukan suatu pembalasan dendam kepada 
pelaku kejahatan, pidana memiliki tujuan yang lebih muliah dari 
suatu pembalasan. Tujuan-tujuan kusus dalam teori ini antara lain 
untuk menentramkan masyarakt yang merasa risau akan terjadinya 
suatu kejahatan. Tujuan lain yaitu dengan gerakan preventif dalam 
peristiwa kejahatan. Ada dua bentuk yaitu genarale preventif 
(umum) dan speciale preventif (khusus). 
Teori pembalasan dan teori relatif bukanlah suatu teori 
yang bertolak belakang, hal ini terbukti dengan adanya teori 
gabungan yang memadukan antara teori absolut dengan teori 
relaitf. Pada dasarnya teori gabungan dalam suatu pembenaran 
pidana terletak pada kejahatan maupun tujuan pidanannya. Salah 
satu pengenut teori ini yaitu Karl Binding14. Terdapat tiga 
golongan dalam teori gabungan yaitu: 
a. pemidanaan menitik beratkan pada pembalasan yang 
seimbang dengan perbuatannya dan tidak melibihi standar 
ketertiban umum. 
b. Pemidanaan yang berfokus pada pertahanan, ketertiban 
umum, dan pemidanaan tidak boleh lebih berat dari 





c. Berfokus kepada pembalasan dan pertahanan ketertiban 
masyarakat dalam posisi yang sejajar. 
B. Tinjauan Umum Kejahatan Siber (Cyber Crime) 
 
1. Pengertian Kejahatan Siber (Cyber Crime) 
 
Teori menyatakan, crime is product of society its self, yang 
secara sederhana dapat diartikan bahwa masyarakat itu sendirilah 
yang menghasilkan kejahatan.Dalam beberapa literatur, cyber crime 
sering diidentikkan dengan computer crime. The US Department of 
Justice memberikan pengertian computer crime sebagai “any illegal 
act requiring knowledge of computer for its perpetration, 
investigation, or prosecution”. Artinya “setiap perbuatan melanggar 
hukum yang memerlukan pengetahuan tentang komputer untuk 
menangani, menyelidiki dan menuntutnya”29 
Indra Safitri mengemukakan, kejahatan dunia maya adalah jenis 
kejahatan yang berkaitan dengan pemanfaatan sebuah teknologi 
informasi tanpa batas serta memiliki karakteristik yang kuat dengan 
sebuah rekayasa teknologi yang mengandalkan kepada tingkat 
keamanan yang tinggi dan kredibilitas dari sebuah informasi yang 
disampaikan dan diakses oleh pelanggan internet. Kongres PBB 
X/2000 dinyatakan cyber crime atau computer-related crime, 
mencakup keseluruhan bentuk-bentuk baru dari kejahatan yang 
ditujukan pada komputer, jaringan komputer dan para penggunanya, 
 
29 Sudewo,F.A., Materi Perkuliahan Hukum Siber “Pengertian Kejahatan Siber Dan 





dan bentuk-bentuk kejahatan tradisional yang sekarang dilakukan 
dengan menggunakan atau dengan bantuan peralatan komputer. 
Muladi dalam bukunya yang ditulis bersama Barda Nawawi Arief, 
“Bunga Rampai Hukum Pidana” memandang cyber crime dengan 
pendekatan computer crime (kejahatan komputer). Namun demikian, 
cyber crime sesungguhnya berbeda dengan computer crime.30 
Cyber Crime merupakan suatu tindak kejahatan didunia alam 
maya, yang dianggap bertentangan atau melawan undang-undang 
yang berlaku. Berdasarkan United Nation Convention Againts 
Transnational, cyber crime ini telah masuk dalam daftar jenis 
kejahatan yang sifatnya internasional. Cyber Crime muncul akibat 
adanya perkembanngan kemajuan teknlogi. 
Konggres PBB ke 10 mengenai pencegahan kejahatan dan 
penanganan pelaku tindak pidana, yang membahas isu mengenai 
kejahatan yang berhubungan dengan jaringan computer, membagi 
cybercrime menjadi 2 kategori : 
a. Cybercrime dalam arti sempit (computer crime) yakni setiap 
perilaku ilegal yang ditujukan dengan sengaja pada operasi 
elektronik yang menargetkan system keamanan computer dan 
data yang diproses oleh system computer tersebut , atau 
singkatnya tindak pidana yang dilakukan dengan menggunakan 








b. Cybercrime dalam arti luas (computer related crime atau 
kejahatan yang berkaitan dengan computer) yaitu setiap 
perilaku illegal yang dilakukan dengan maksud atau 
berhubungan dengan system computer atau jaringan , atau 
singkatnya tindak pidana apa saja yang dilakukan dengan 
memakai computer (hardware dan software) sebagai sarana atau 
alat, computer sebagai objek baik untik memperoleh keuntungan 
atau tidak, dengan merugikan pihak lain. 
Ciri-ciri dari kejahatan siber atau cyber crime yaitu adanya 
penggunaan teknologi informasi, alat bukti berupa bukti digital, 
kejahatan yang dilaksanakan bukanlah kejahatan fisik atau perlakuan 
dengan interaksi fisik, proses penyidikan melibatkan laboratorium 
forensik komputer, cybercrime memiliki sifat kejahatan yang bersifat 
non-violence (Tidak menimbulkan kekacauan yang mudah terlihat), 
membutuhkan keterangan ahli IT proses persidangan. 
Tabel 1.1 Perbedaan Cyber Crime dengan Kejahatan 
Konvensional : 
Perbedaan Cybercrime dengan Kejahatan Konvensional 






a. Terdapat penggunaan 
teknologi informasi 
b. Alat bukti digital 
 
c. Pelaksanaan kejahatan : non 
fisik (cyberspace ) 
d. Proses penyidikan melibatkan 
laboratorium forensic 
komputer 
e. Sebagian proses penyidikan 
dilakukan : virtual undercover 
f. Penanganan komputer sebagai 
TKP ( crime scene ) 
g. Dalam proses persidangan, 
keterangan ahli menggunakan 
ahli TI . 
a. Tidak ada penggunaan TI secara 
langsung 
b.  Alat bukti : bukti fisik 




c. Pelaku dan korban biasanya 
berada dalam satu tempat 




e. Proses penyidikan dilakukan di 
dunia nyata 
f. Tidak ada penanganan komputer 
sebagai TKP 
g. Dalam proses persidangan, 
keterangan ahli tidak 
menggunakan ahli TI 
 
 
2. Jenis-Jenis Cybercrime atau Kejahatan Siber 
 
Organized Crime (Palermo convention) Nopember 2000 dan 





Manila. Jenis-jenis kejahatan yang termasuk dalam cyber crime 
diantaranya adalah :31 
a. Cyber-terrorism, terorisme yang penyerangannya melalui 
jaringan komputer 
b. Cyber-pornography, yaitu penyebaran konten asusila atau 
obscene materials termasuk pornografi, indecent exposure, dan 
child pornography. 
c. Cyber Harrasment, yaitu Pelecehan seksual melalui email, 
website atau chat programs. 
d. Cyber-stalking atau Crimes of stalking melalui penggunaan 
computer dan internet. Menjelek-jelekkan seseorang dengan 
menggunakan identitas seseorang yang telah dicuri sehingga 
menimbulkan kesan buruk terhadap orang tersebut. Dengan 
mengetahui identitas, orang tersebut akan difitnah dan 
hancurlah nama baiknya. Contoh dari kejahatan ini adalah 
penggunaan password e-mail kemudian mengirimkan e-mail 
fitnah kepada orang lain. 
e. Hacking, yaitu penggunaan programming abilities dengan 
maksud yang bertentangan dengan hukum 
f. Carding (credit card fund), Carding muncul ketika orang yang 
bukan pemilik kartu kredit menggunakan kartu credit tersebut 
secara    melawan    hukum.Dari    kejahatan-kejahatan    akan 
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memberi implikasi terhadap tatanan social masyarakat yang 
cukup signifikan khususnya di bidang ekonomi. Mengingat 
bergulirnya juga era e-commerce, yang sekarang telah banyak 
terjadi. 
g. Phising yaitu Penipuan yang dicirikan dengan percobaan untuk 
mendapatkan informasi sensitive (kata sandi dan kartu kredit) 
dengan menyamar sebagai orang atau bisnis yang terpercaya 
dalam sebuah komunikasi elektronik resmi, seperti e-mail atau 
pesan instan. 
3. Kejahatan Siber Dalam Perspektif Hukum Pidana 
 
Hukum Pidana Positif Indonesia telah mengatur dan 
menanggulang Para Hacker dalam melakukan aksinya, yang 
mengatur dan penanggulangan terhadap Tindakan-tindakan :32 
a) Mencari system computer yang hendak dimasuki 
 
b) Menyusup dan menyadap password 
 
c) Menjelajahi system computer 
 
d) Membuat backdoor dan menghilangkan jejak 
 
Regulasi mengenai kejahatan siber atau kejahatan dunia maya 
di Indonesia sudah termuat ke dalam beberapa pasal antara lain : 
a. Pasal 406 ayat (1) KUHP 
 
“Barangsiapa dengan sengaja dan dengan melawan hukum 
menghancurkan, merusakkan, membikin tak dapat dipakai atau 
menghilangkan barang sesuatu yang seluruhnya atau sebagian 
adalah kepunyaan orang lain, diancam dengan pidana penjara 
 
 





paling lama dua tahun delapan bulan atau denda paling banyak 
tiga ratus rupiah.” 
 
 
b. Undang – Undang Nomor 19 Tahun 2016 Tentang Perubahan 
Atas Uu No. 11 Tahun 2008 Tentang Informasi dan Transaksi 
Elektronik ( ITE ), Pasal yang mengatur diantara lain : 
1) Pasal 27 tentang perbuatan dengan sengaja melalui internet 
yang berisi muatan yang melanggar kesusilaan, perjudian, 
pencemaran nama baik, dan pemerasan. Penjara paling lama 
6 tahun dan/atau denda satu milyar rupiah. 
2) Pasal 28 tentang perbuatan dengan sengaja menyebarkan 
berita hoax maupun berita yang menimbulkan rasa 
kebencian dan permusuhan. Penjara paling lama 6 tahun 
dan/atau denda satu milyar rupiah. 
3) Pasal 29 tentang perbuatan mengirimkan informasi 
elektronik yang berisi ancaman kekerasan kepada pihak 
tertentu. Penjara paling lama 12 tahun dan/atau denda dua 
milyar rupiah. 
4) Pasal 30 tentang perbuatan dengan sengaja mengakses 
computer atau system elektronik milik orang lain dengan 
tanpa hak. Penjara paling lama 6 tahun dan/atau denda 800 
juta rupiah. 
5) Pasal 31 tentang penyadapan. Penjara paling lama 10 tahun 





6) Pasal 32 tentang merusak situs/dokumen elektronik milik 
orang lain tanpa hak. Penjara paling lama 10 tahun dan/atau 
denda 5 milyar rupiah. 
7) Pasal 33 tentang perbuatan menggangu system elektronik. 
 
Penjara paling lama 10 tahun dan/atau denda 10 milyar 
rupiah. 
8) Pasal 34 tentang menjual perangkat keras yang digunakan 
untuk dokumen elektronik tanpa hak. Penjara paling lama 
10 tahun dan/atau denda 10 milyar rupiah. 
9) Pasal 35 tentang malipulasi dokumen melalui system 
elektronik. Penjara paling lama 12 tahun dan/atau denda 12 
milyar rupiah. 
10) Pasal 36 tentang dengan sengaja melakukan perbuatan 
sebagaimana dimaksud dalam Pasal 27 sampai dengan 
Pasal 34 yang mengakibatkan kerugian bagi orang lain. 
Penjara paling lama 12 tahun dan/atau denda 12 milyar 
rupiah. 
C. Tinjauan Umum Media Sosial 
 
1. Pengertian Media Sosial33 
Menurut Andreas Kaplan dan Michael Haenlein 
mendefinisikan media sosial sebagai sebuah kelompok aplikasi 
berbasis internet yang dibangun diatas dasar ideologi dan teknologi 
 
33 Gusti Ngurah Aditya Lesmana, Tesis: Analisis Pengaruh Media Sosial Twitter Terhadap 
Pembentukan Brand Attachment (Studi: PT. XL AXIATA), ( Program Magister Manajemen, 





Web 2.0, dan memungkinkan penciptaan dan pertukaran user- 
generated content. Web 2.0 menjadi platform dasar media sosial. 
Media sosial ada dalam ada dalam berbagai bentuk yang berbeda, 
termasuk social network, forum internet, weblogs, social blogs, micro 
blogging, wikis, podcasts, gambar, video, rating, dan bookmark sosial. 
Menurut Kaplan dan Haenlein ada enam jenis media sosial: proyek 
kolaborasi (misalnya, wikipedia), blog dan microblogs (misalnya, 
twitter), komunitas konten (misalnya, youtube), situs jaringan sosial 
(misalnya facebook, instagram), virtual game (misalnya world of 
warcraft), dan virtual social (misalnya, second life). 
Media sosial adalah sebuah media online, dengan para 
penggunanya bisa dengan mudah berpartisipasi, berbagi dan 
menciptakan isi meliputi blog, jejaring sosial, wiki, forum dan dunia 
virtual. Blog, jejaring sosial dan Wiki merupakan bentuk media sosial 
yang paling umum digunakan oleh masyarakat di seluruh dunia. 
2. Fungsi Media Sosial 
 
Terdapat beberapa fungsi dari media sosial antara lain social 
media adalah media yang didesain untuk memperluas interaksi sosial 
manusia menggunakan internet dan teknologi web. Social media 
berhasil mentransformasi praktik komunikasi searah media siaran dari 
satu institusi media ke banyak audience (“one to many”) menjadi 
praktik komunikasi dialogis antar banyak audienc (“many to many”). 





Mentransformasi manusia dari pengguna isi pesan menjadi pembuat 
pesan itu sendiri. 
D. Tinjauan Umum Cyber-bullying atau Perundungan di Dunia Maya 
 
1. Pengertian Cyber-bullying 
 
Istilah cyberbullying jika menilik kepada asal mulanya, 
pertama kali muncul dalam artikel New York Time tahun 1995 dan 
mulai tidak awam digunakan oleh masyarakat daerah Canberra, 
Australia pada tahun 1998. Kemudian, pada tahun 2010 istilah 
cyberbullying pun masuk ke dalam kamus Oxford English 
Dictionary (OED) sebagai istilah baru yang dipilih berdasarkan 
database internet dari 2 juta pengguna website modern dan sosial 
media saat itu.34 
Cyberbullying di dalam kamus OED di jabarkan sebagai 
Penggunaan komunikasi berbasis elektr onik un tuk meng gertak 
orang lain, bentuknya dengan mengirimi pesan yang bersifat 
mengintimidasi atau mengancam.35 Sameer Hinduja dan Justin W. 
Patchin dari Cyberbullying Research Center menerangkan bahwa 
cyberbullying adalah merupakan tindakan yang dilakukan secara 
sadar untuk merugikan atau menyakiti orang lain melalui 
penggunaan komputer (jejaring sosial dunia maya) ,telepon seluler 
dan peralatan elektronik lainnya. 
 
34 Mira Marleni Pandi, dkk. Pengaruh Cyberbullying di Media Sosial. Diakses melalui 
https://media.teliti.com pada tanggal 20 Juni 2021 






Cyberbullying (perundungan dunia maya) ialah bullying atau 
perundungan dengan menggunakan teknologi digital. Hal ini dapat 
terjadi di media sosial, platform chatting, platform bermain game, 
dan ponsel. Adapun menurut Think Before Text, cyberbullying 
adalah perilaku agresif dan bertujuan yang dilakukan suatu 
kelompok atau individu, menggunakan media elektronik, secara 
berulang-ulang dari waktu ke waktu, terhadap seseorang yang 
dianggap tidak mudah melakukan perlawanan atas tindakan tersebut. 
Jadi, terdapat perbedaan kekuatan antara pelaku dan korban. 
Perbedaan kekuatan dalam hal ini merujuk pada sebuah persepsi 
kapasitas fisik dan mental.36 
Cyberbullying merujuk kepada berbagai perbuatan 
mengganggu yang terjadi melalui internet, ponsel, atau perangkat 
lainnya. Teknologi komunikasi digunakan dengan sengaja untuk 
menyakiti atau melukai orang lain melalui bentuk perilaku 
memusuhi dalam bentuk mengirimi pesan teks atau mengunggah 
komen buruk di intenet.37 Cyber bullying dianggap valid bila pelaku 
dan korban berusia di bawah 18 tahun dan secara hukum belum 








36 https://www.unicef.org/indonesia/id/child-protection/apa-itu-cyberbullying (Diakses 
Tanggal 20 Juni 2021) 





keduanya) sudah berusia di atas 18 tahun, maka dikategorikan 
sebagai cyber crime atau cyber stalking / cyber harassment.38 
2. Bentuk-bentuk Cyber-bullying 
 
Sama halnya dengan bullying, cyberbullying tidak berhenti 
pada pengertian saja. Di tinjau lebih lanjut, perbuatan cyberbullying 
secara keseluruhan ini kemudian terbagi lagi menjadi beberapa bentuk 
aksi oleh pelakunya sebagai berikut: 
a. Flaming (perselisihan yang menyebar), yaitu ketika suatu 
perselisihan yang awalnya terjadi antara 2 orang (dalam skala 
kecil) dan kemudian menyebarluas sehingga melibatkan banyak 
orang (dalam skala besar) sehingga menjadi suatu permasalahan 
besar; 
b. Harrasment (pelecehan), yaitu upaya seseorang untuk 
melecehkan orang lain dengan mengirim berbagai bentuk pesan 
baik tulisan maupun gambar yang bersifat menyakiti, menghina, 
memalukan, dan mengancam; 
c. Denigration (fitnah), yaitu upaya seseorang menyebarkan kabar 
bohong yang bertujuan merusak reputasi orang lain; 
d. Impersonation (meniru), yaitu upaya seseorang berpura-pura 
menjadi orang lain dan mengupayakan pihak ketiga 
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e. Outing and trickery (penipuan), yaitu upaya seseorang yang 
berpura-pura menjadi orang lain dan menyebarkan kabar bohong 
atau rahasia orang lain tersebut atau pihak ketiga; 
f. Exclusion (pengucilan), yaitu upaya yang bersifat mengucilkan 
atau mengecualikan seseorang untuk bergabung dalam suatu 
kelompok atau komunitas atas alasan yang diskriminatif; 
g. Cyber-stalking (penguntitan di dunia maya), yaitu upaya 
seseorang menguntit atau mengikuti orang lain dalam dunia 
maya dan menimbulkan gangguan bagi orang lain tersebut. 
Berdasarkan bentuk-bentuk dari cyberbullying atau perundungan 
melalui dunia maya atau internet terdapat beberapa praktek 
perundungan melalui dunia maya yang sering terjadi belakangan ini 
yaitu berkomentar jahat terhadap postingan seseorang di media sosial 
seperti instagram, facebook, twitter, dan lain sebagainya. Bentuk 
komentar jahat biasanya menyerang atau menghina fisik seseorang 
atau berkomentar dengan bahasa yang buruk dan tidak sopan. 
Selain itu Menyebarkan gosip yang tidak menyenangkan lewat 
sms, email, komentar di jejaring sosial (Path, Facebook, twitter); 
Pencuri Identitas Online (membuat profile palsu kemudian melakukan 
aktivitas yang merusak nama baik seseorang); Berbagi gambar pribadi 
tanpa ijin; Menggugah informasi atau video pribadi tanpa ijin; 





Cyberbullying merupakan perilaku berulang yang ditujukan 
untuk menakuti, membuat marah, atau mempermalukan mereka yang 
menjadi sasaran. Contohnya termasuk: 
a. Menyebarkan kebohongan tentang seseorang atau memposting 
foto memalukan tentang seseorang di media sosial 
b. Mengirim pesan atau ancaman yang menyakitkan melalui 
platform chatting, menuliskan kata-kata menyakitkan pada 
kolom komentar media sosial, atau memposting sesuatu yang 
memalukan/menyakitkan 
c. Meniru atau mengatasnamakan seseorang (misalnya dengan 
akun palsu atau masuk melalui akun seseorang) dan mengirim 
pesan jahat kepada orang lain atas nama mereka. 
d. Trolling - pengiriman pesan yang mengancam atau 
menjengkelkan di jejaring sosial, ruang obrolan, atau game 
online 
e. Mengucilkan, mengecualikan, anak-anak dari game online, 
aktivitas, atau grup pertemanan 
f. Menyiapkan/membuat situs atau grup (group chat, room chat) 
yang berisi kebencian tentang seseorang atau dengan tujuan 
untuk menebar kebencian terhadap seseorang 






h. Memberikan suara untuk atau menentang seseorang dalam jajak 
pendapat yang melecehkan 
i. Membuat akun palsu, membajak, atau mencuri identitas online 
untuk mempermalukan seseorang atau menyebabkan masalah 
dalam menggunakan nama mereka 
j. Memaksa anak-anak agar mengirimkan gambar sensual atau 
terlibat dalam percakapan seksual. 
Bullying secara langsung atau tatap muka dan cyberbullying 
seringkali dapat terjadi secara bersamaan. Namun cyberbullying 
meninggalkan jejak digital – sebuah rekaman atau catatan yang dapat 
berguna dan memberikan bukti ketika membantu menghentikan 












Cyber-bullying terjadi di Indonesia maupun negara-negara lain, 
namun untuk kasus cyber bullying yang berujung dengan komitmen untuk 
bunuh diri masih terjadi di beberapa negara seperti Amerika, Inggris, 
Canada, dan beberapa negara Eropa lainya. Jika cyber-bullying tidak 
diatasi, maka tidak menutup kemungkinan negara-negara yang tidak 
menetapkan kebijakan dan peraturan untuk menanggulangi cyber-bullying 
akan melihat anak-anak yang ceria dan penuh masa depan menjadi 
korban.39 
Kebebasan berpendapat yang dimiliki oleh setiap warga negara tentu 
memiliki batasan yaitu penghormatan terhadap hak asasi masyarakat 
lainnya, sehingga hal tersebut dapat menimbulkan ketentraman dalam 
pergaulan hidup masyarakat. Untuk itu perlu terdapat sebuah pembelajaran 
terhadap prilaku anak dalam pergaulan hidupnya terutama penggunaan 
media social yang tidak bias dipungkiri menjadi budaya komunikasi anak 
saat ini. semakin meningkatnya kasus crime bullying yang dilakukan oleh 




39 Kusuma, Dewi J., Penegakan Hukum Tindak Pidana Cyber Bullying Oleh Anak 
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seseorang yang melakukan cyber bullying cukup berat, hal tersebut dapat 
dilihat dalam ketentuan Pasal 45 ayat (1). 
Dalam KUHP, istilah pencemaran nama baik dikenal dengan istilah 
“penghinaan” yang diatur secara khusus dalam Bab XVI tentang 
Penghinaan yang dimuat dalam Pasal 310 hingga Pasal 321 KUHP. 
Menurut R. Soesilo dalam bukunya yang berjudul KUHP serta Komentar- 
Komentarnya Lengkap Pasal Demi Pasal, “menghina” dapat diartikan 
sebagai menyerang kehormatan dan nama baik seseorang. Adapun 
kehormatan yang dimaksud berkaitan dengan rasa malu seseorang. 
Menurut R. Soesilo, penghinaan dalam KUHP dibagi menjadi 6 (enam) 
jenis, yakni 40: 
1) Penistaan (Pasal 310 ayat (1) KUHP), yakni perbuatan menuduh 
seseorang telah melakukan perbuatan tertentu yang bertujuan agar 
tuduhan tersebut diketahui oleh orang banyak. 
2) Penistaan dengan surat (Pasal 310 ayat (2) KUHP), yakni perbuatan 
tuduhan tersebut dilakukan secara tertulis. 
3) Fitnah (Pasal 311 KUHP), yakni apabila perbuatan yang dituduhkan 
sebagaimana dimaksud pada Pasal 310 KUHP tidak benar. 
4) Penghinaan Ringan (Pasal 315 KUHP), yakni jika penghinaan 
dilakukan di tempat umum yang berupa kata-kata makian yang 
sifatnya menghina, maupun berupa perbuatan. 









6) Perbuatan fitnah (Pasal 318 KUHP) 
 
Pengaturan pidana mengenai perundungan di dunia maya dapat 
menggunakan ketentuan KUHP yang dapat menjadi lex general dari 
Undang-Undang ITE yang merupakan lex specialis tindak pidana 
perundungan melalui dunia maya. Pengaturan yang dapat dijadikan dasar 
rujukan terhadap tindak pidana penghinaan melalui dunia maya (cyber 
bullying) terdapat Pasal 310, Pasal 311 dan Pasal 315 KUHP. Akan tetapi 
sementara ini yang paling cocok menjadi dasar hukum bagi tindak pidana 
cyber bullying adalah Pasal 315, yang yang menyatakan : 
“Tiap-tiap penghinaan dengan sengaja yang tidak 
bersifat pencemaran atau pencemaran tertulis, yang 
dilakukan terhadap seorang, baik di muka umum dengan 
lisan atau tulisan, maupun di muka orang itu sendiri dengan 
lisan atau perbuatan, atau dengan surat yang dikirimkan 
atau diterimakan kepadanya, diancam karena penghinaan 
ringan, dengan pidana penjara paling lama empat bulan dua 
minggu atau denda paling banyak tiga ratus rupiah” 
 
Istilah yang juga umum dipergunakan untuk tindak pidana terhadap 
kehormatan adalah tindak pidana “penghinaan”. Kata penghinaan ringan 
sebagaimana diatur dalam Pasal 315 KUHP di 8 terjemahkan dalam 
Bahasa Belanda yaitu eenvoudige belediging yang artinya “biasa” akan 
tetapi sebagian para ahli menerjemahkannya dengan arti “ringan”.41 
Pasal 315 KUHP ini tidak menjelaskan secara rinci mengenai 
penghinaan dalam bentuk apa saja yang dapat dikatakan penghinaan 
ringan, atau dengan kata lain KUHP yang berlaku saat ini hanya mengatur 
tentang    penghinaan    dalam    arti    luas    tanpa    terperinci    sehingga 
 
41 Hamzah, Andi, Delik-delik Tertentu di dalam KUHP, PT. Sinar Grafika, Jakarta, Edisi 





dikhawatirkan dapat menimbulkan multitafsir dalam pelaksanaannya. Kata 
“penghinaan ringan” diterjemahkan dari bahasa Belanda yaitu kata 
eenvoudige belediging; sebagian pakar menerjemahkan kata eenvoudige 
dengan kata “biasa”, sebagian bakar lainnya menerjemahkan dengan kata 
“ringan”. Dalam Kamus Bahasa Belanda, kata eenvoudige berarti 
sederhana, bersahaja, ringan. Dengan demikian, tidak tepat jika 
dipergunakan kata penghinaan biasa. 
Unsur-unsur Pasal 315 KUHP terdiri dari Unsur Objektif yaitu 
Setiap penghinaan yang tidak bersifat pencemaran (dengan lisan) atau 
pencemaran tertulis, Yang dilakukan terhadap seseorang dimuka umum 
dengan lisan atau tulisan, maupun dimuka orang itu sendiri degan lisan 
atau perbuatan, Dengan surat yang dikirimkan atau diterimakan 
kepadanya, sedangkan Unsur Subjektif yaitu Dengan sengaja. 
Tindak pidana pencemaran nama baik melalui media elektronik 
dirumuskan dalam Pasal 27 ayat (3) Undang-Undang Informasi dan 
Transaksi Elektronik yang menentukan: "setiap orang dengan sengaja dan 
tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau dapat 
membuat diaksesnya suatu informasi elektronik dan/atau dokumen 
elektronik yang memiliki muatan penghinaan dan/atau pencemaran nama 
baik". Masing-masing unsur tersebut dijelaskan sebagai berikut :42 
1. Setiap orang; menurut Pasal 1 butir 21 Undang-Undang ITE, "orang 
 
adalah orang perseorangan, baik warga Negara Indonesia, warga 
 
42 Reppy, D.A, Cyber-Bullying Sebagai Suatu Kejahatan Teknologi Informasi Ditinjau 
Dari Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik, Lex 





Negara asing, maupun badan hukum." dalam penerapan Pasal ini dan 
Pasal-Pasal lain yang akan dibahas, harus diperhatikan Pasal 2 
Undang-Undang Informasi dan Transaksi Elektronik yang 
menegaskan bahwa undang-undang tersebut berlaku untuk setiap 
orang yang melakukan perbuatan hukum yang diatur dalam undang- 
undang tersebut baik yang berada di wilayah hukum Indonesia 
maupun diluar wilayah hukum Indonesia yang memiliki akibat hukum 
di wilayah Indonesia dan merugikan kepentingan Indonesia. 
2. Dengan sengaja dan tanpa hak; unsur sengaja termasuk unsur 
subjektif, unsur yang diliputi oleh sengaja adalah unsur perbuatan 
menyerang, objeknya berupa kehormatan atau nama baik, unsur 
dengan melakukan perbuatan tertentu. 
3. Mendistribusikan dan/atau mentransmisikan dan/atau dapat membuat 
dapat diaksesnya: Kamus lengkap bahasa Indonesia mengartikan 
bahwa "mendistribusikan adalah menyalurkan sesuatu kepada"43. 
Joshua Sitompul menjelaskan bahwasannya yang dimaksudkan 
dengan mendistribusikan adalah mengirimkan informasi atau 
dokumen elektronik kepada beberapa pihak atau tempat melalui atau 
dengan sistem elektronik. Unsur lainnya yang berupa perbuatan 
mentransmisikan yang dimaksudkan adalah mengirimkan atau 
meneruskan informasi atau dokumen elektronik dari satu pihak atau 








mengandung makna mentransmisikan, tetapi perbedaannya adalah 
esensi dari mendistribusikan ialah menyebar luaskan informasi atau 
dokumen elektronik, sedangkan mentransmisikan hanya terbatas dari 
satu pengirim kepadasatu penerima.44 
4. Memiliki muatan   penghinaan   dan/atau   pencemaran   nama   baik. 
 
Memuat dalam hal ini diartikan berisi atau mengandung, suatu konten 
atau tulisan di media sosial yang dapat dikatakan cyberbullying 
berdasarkan Undang-undang ITE yakni konten atau tulisan yang berisi 
kata-kata menghina, atau kalimat yang berisi menjelek-jelekan 
seseorang sehingga namanya tercemar. 
Penghinaan dan/atau pencemaran nama baik dalam rumusan Pasal 27 
ayat (3) Undang-Undang Informasi dan Transaksi Elektronik adalah unsur 
keadaan yang menyertai yang melekat pada unsur obyek tindak pidana, 
ialah informasi dan/atau dokumen elektronik. Sifat melawan hukumnya 
perbuatan mentransmisikan, mendistribusikan dan/atau membuat dapat 
diaksesnya obyek tersebut terdapat pada unsurkeadaan menyertai tersebut. 
Dalam peraturan UU ITE disebutkan bahwa unsur penghinaan, 
pencemaran nama baik, pengancaman masuk dalam kategori cyber 
bullying. Pasal 27 ayat (3) UU ITE yang menyatakan bahwa setiap orang 
dengan sengaja dan tanpa hak mendistribusikan dan atau mentransmisikan 
dan atau membuat dapat diaksesnya Informasi Elektronik dan atau 
dokumen   elektronik   yang   memiliki   muatan   penghinaan   dan   atau 
 






pencemaran nama baik. Ketentuan lain dalam Pasal 27 ayat (4) UU ITE 
menyebutkan bahwa setiap orang dengan sengaja dan tanpa hak 
mendistribusikan dan atau mentransmisikan dan atau membuat dapat 
diaksesnya informasi elektronik dan atau dokumen elektronik yang 
memiliki muatan pemerasan dan atau pengancaman.45 
Jika diperhatikan ketentuan dalam UU ITE secara tegas diatur tentang 
kategori tindakan yang masuk dalam kategori cyber bullying. Frasa yang 
berkaitan dengan body shamming, amarah, pelecehan, maupun meniru 
tingkah laku seseorang tidak secara definitif dapat dilihat dalam ketentuan 
Pasal 27 UU ITE. Hal tersebut pada akhirnya dapat mengakibatkan 
laporan cyber bullying tidak dapat diproses karena unsur-unsur yang tidak 
terperinci.46 
Bila dicermati isi Pasal 27 ayat (3) jo Pasal 45 ayat (1) UU ITE 
tampak sederhana bila dibandingkan dengan pasal-pasal penghinaan dalam 
KUHP yang lebih rinci. Oleh karena itu, penafsiran Pasal 27 ayat (3) UU 
ITE harus merujuk pada pasal-pasal penghinaan dalam KUHP. Misalnya, 
dalam UU ITE tidak terdapat pengertian tentang pencemaran nama baik. 
Dengan merujuk Pasal 310 ayat (1) KUHP, pencemaran nama baik 
diartikan sebagai perbuatan menyerang kehormatan atau nama baik 
seseorang dengan menuduhkan sesuatu hal yang maksudnya terang supaya 
hal itu diketahui umum. 
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KUHP mengatur dengan tegas bahwa penghinaan merupakan delik 
aduan. Putusan Mahkamah Konstitusi Nomor 50/PUU-VI/2008 mengenai 
konstitusionalitas Pasal 27 ayat (3) UU ITE menegaskan bahwa Pasal 27 
ayat (3) UU ITE merupakan delik aduan. Ini berarti, perkara dapat 
diproses hukum jika ada aduan dari orang yang dihina. 
Perundungan berupa penghinaan atas citra tubuh seseorang di 
Indonesia saat ini memang masih sangat rendah yang dilaporkan. Seperti 
telah disampaikan sebelumnya, korban body shaming di media sosial 
enggan untuk memperpanjang urusan tersebut di Kepolisian. Korban 
seringkali merasa malu, terhina, bahkan takut jika penggunaan internet 
pada akhirnya dibatasi oleh orang tua. Bahkan tidak sedikit yang 
berpendapat bahwa melaporkan kepada pihak berwajib tidak akan 
menyelesaikan masalah. Kondisi ini tentu saja akan semakin membuat 
kasus cyber bullying menjadi tidak dapat terdeteksi. 
Dalam peraturan hukum pidana, pengaturan tentang perundungan 
hanya sebatas bentuk penghinaan saja. Hal ini tentu saja akan 
mengaburkan norma hukum dan peraturan hukum yang terkait dengan 
aturan perundungan dalam hukum positif Indonesia. Sementara itu, 
tindakan perundungan sejatinya tidak hanya sebatas penghinaan saja. 
Dalam Undang-Undang Nomor 19 Tahun 2016 tentang Perubahan 
Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik disebutkan bahwa perundungan dapat dilakukan baik secara 





perbuatan perundungan tersebut berbeda dengan makna dari penghinaan 
itu sendiri. 
B. Proses Penegakan Hukum Anak Sebagai Pelaku Tindak Pidana 
Perundungan di Dunia Maya 
Hukum mengenai bullying, khususnya tentang cyberbullying, 
masih cukup baru dan masih belum ada dimana-mana. Inilah sebabnya 
banyak negara masih bergantung pada Undang-Undang lain yang relevan, 
seperti hukum tentang pelecehan, untuk menghukum pelaku 
cyberbullying. Di Indonesia, belum ada aturan spesifik yang mengatur 
tentang cyberbullying, namun ada UU ITE dan juga mengatur ujaran 
kebencian. Di negara-negara yang memiliki Undang-Undang khusus 
tentang cyberbullying, perilaku di dunia maya yang dengan sengaja 
menyebabkan tekanan secara emosional dipandang sebagai perilaku 
kriminal. Di beberapa negara ini, korban cyberbullying dapat mencari 
perlindungan, memutuskan komunikasi dari orang tertentu dan membatasi 
penggunaan alat elektronik yang digunakan oleh orang tersebut untuk 
melakukan cyberbullying, secara sementara atau secara permanen. Namun, 
Penting untuk diingat bahwa hukuman tidak selalu menjadi cara 
paling efektif untuk mengubah perilaku pembully. Akan lebih baik untuk 
fokus memperbaiki kerusakan yang ditimbulkan dan mengubah hubungan 
menjadi lebih positif. 
Cyberbullying dalam konteks penghinaan yang dilakukan di media 





Informasi dan Transaksi Elektronik (“UU ITE”) sebagaimana telah diubah 
dengan Undang-Undang Nomor 19 Tahun 2016 tentang Perubahan atas 
Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik. 
Adapun ancaman pidana bagi mereka yang memenuhi unsur dalam 
Pasal 27 ayat (3) UU 19/2016 adalah dipidana dengan pidana penjara 
paling lama 4 (empat) tahun dan/atau denda paling banyak Rp 750 juta. 
Apabila perbuatan penghinaan di media sosial dilakukan bersama-sama 
(lebih dari 1 orang) maka orang-orang itu dipidana atas perbuatan “turut 
melakukan” tindak pidana (medepleger). “Turut melakukan” di sini dalam 
arti kata “bersama-sama melakukan”. Sedikit-dikitnya harus ada dua 
orang, orang yang melakukan (pleger) dan orang yang turut melakukan 
(medepleger) peristiwa pidana. 
Semakin berkembangnya zaman dan kemajuan teknologi, 
pengguna teknologi bukan hanya dari kalangan dewasa. Saat ini pengguna 
media sosial dan internet juga merambah ke kalangan anak-anak, ditambah 
dengan keadaan pandemi covid-19 yang mengharuskan untuk 
pembelajaran jarak jauh dengan menggunakan media internet dan gawai 
membuat semakin banyak jumlah anak yang menggunakan internet dan 
tidak sedikit pula yang menggunakan media sosial. Berdasarkan data 
Kominfo pada 2016 pengguna saat ini pengguna internet di Indonesia 





mencapai 68 % dan pengguna umur dibawah 15 tahun sebanyak 10% dan 
sisanya pengguna umur 40 tahun keatas.47 
Salah satu contoh kasus pembullyan atau perundungan yang 
dilakukan oleh anak yakni kasus komentar yang berisi penghinaan yang 
dilakukan oleh anak asal Lampung yang menghina Betrand Peto dan 
Thalia yang keduanya merupakan anak dari artis Ruben Onsu. Ruben 
Onsu bernia melaporkan tindakan komentar yang mengandung penghinaan 
tersebut ke pihak berwajib namun, anak tersebut selaku pembully dan 
orang tuanya datang menemui Ruben Onsu untuk meminta maaf dan 
mengajukan damai. Melihat Kondisi tersebut Ruben Onsu selaku orang tua 
dari Betrand (korban bully) mengurungkan niat dikarenakan pelaku masih 
dibawah umur dan memilih berdamai. 
Contoh kasus lainnya yakni Kasus yang cukup viral yang dilakukan 
oleh sekelompok siswa terhadap temannya sendiri yang diawali 
perundungan dimedia sosial yang kemudian dilanjutkan dengan 
perundungan secara fisik. Dugaan kekerasan yang dialami A bermula dari 
cekcok akibat saling ejek antara A dengan siswi SMA di medsos. Salah 
satu pelajar berinisial Ec alias NNA (17) mengakui perkelahian dimulai 
dari dirinya dengan A karena kekesalannya terhadap korban yang sering 
mem-bully dirinya di medsos. A dan para siswi SMA itu pun bertemu di 
tepi Sungai Kapuas, pada Jumat (29/3) untuk menyelesaikan cekcok dari 








perkelahian terjadi, ibu korban membuat laporan ke Polresta Pontianak. 
Pihak kepolisian kemudian melakukan penyelidikan, berlanjut ke 
penyidikan hingga ditetapkanlah tiga tersangka pelaku, yakni Ar, Ec alias 
NNA, dan Ll. "Tetapi fakta yang ada itu menjambak rambut, mendorong 
sampai terjatuh, memiting, dan melempar sandal. Itu ada dilakukan dan 
tidak ada tindakan melukai alat kelamin," kata Kapolresta Pontianak 
Kombes M Anwar Nasir, sebagaimana dikutip dari Antara.48 
Dilansir dari portal berita online detik news kasus yang tersebut 
diatas berlanjut ke persidangan. KPPAD Kalimantan Barat Eka Nurhayati 
mengatakan bahwa kasus tersebuut sudah ke ranah pengadilan dengan 
sistem peradilan anak. Pelaku dan korban juga masih tetap didampingi 
oleh lembaga perlindungan anak daerah. Berhubung kasus ini merupakan 
kasus pidana anak sebagaimana Undang-undang Sistem Peradilan Anak 
mengatur bahwa yang pertama dilakukan upaya diversi, atas kasus yang 
menimpa A sudah ada proses diversi pada tanggal 14 dan 23 Mei 2019. 
Pada tanggal 14 Mei 2019 pelaku dan keluarga sudah menemui keluarga 
korban untuk meminta maaf dan perdamaian serta setuju dengan beberapa 
permintaan dari keluarga korban untuk meminta maaf diberbagai media 
cetak maupun elektronik. 
Pada tanggal 23 Mei 2019 keluarga pelaku menyatakan tidak 
sanggup memenuhi dikarenakan biaya yang dikeluarkan menjadi kendala. 
Pihak mediator dan pengadilan sudah meminta keluarga  korban untuk 
 
48 https://news.detik.com/berita/d-4506079/berawaldari-bully-di-medsos-begini-kronologi- 





mengurai jumlah media sarana permintaan maaf pelaku namun ditolak 
oleh keluarga korban sehingga tidak ada kesepakatan dan diversi dianggap 
gagal dan dilanjutkan ke sidang pengadilan. Hasil vonis Pengadilan atas 
kasus tersebut dengan vonis 3 (tiga) bulan sanksi sosial bagi pelaku. 
Data yang diporel UNICEF pada tahun 2016, sebanyak 41 sampai 
50 persen remaja di Indonesia dalam rentang usia 13 sampai 15 tahun 
pernah mengalami tindakan cyberbullying. Beberapa tindakan diantaranya 
adalah doxing yakni mempublikasikan data personal orang lain, cyber 
stalking yakni penguntitan di dunia maya yang berujung penguntitan di 
dunia nyata, revenge pom yakni penyebaran foto dan/atau video dengan 
tujuan balas dendam yang dibarengi dengan tindakan intimidasi dan 
pemerasan.49 
Sisi lain dari aspek persyaratan objektif untuk 
mempertanggungjawabkan cyber crime merupakan masalah jurisdiksi, 
khususnya yang berkaitan dengan masalah ruang berlakukanya hukum 
pidana menurut tempatnya. Dalam system hukum pidana yang berlaku saat 
ini, hukum pidana pada umumnya hanya berlaku di wilayah negaranya 
sendiri (asas teritorial) dan untuk warga negaranya sendiri (asas personal/ 
nasional aktif).50 Berdasarkan ketentuan di atas, maka cyber bullying dapat 
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Batas umur 12 (dua belas) tahun bagi Anak untuk dapat diajukan 
ke sidang anak didasarkan pada pertimbangan sosiologis, psikologis, dan 
paedagogis bahwa anak yang belum mencapai umur 12 (dua belas) tahun 
dianggap belum dapat mempertanggungjawabkan perbuatannya. Proses 
pemeriksaan yang dilakukan oleh Penyidik terhadap Anak dilakukan 
bukan dalam rangka proses peradilan pidana, melainkan digunakan 
sebagai dasar mengambil keputusan oleh Penyidik, Pembimbing 
Kemasyarakatan, dan Pekerja Sosial Profesional. 
Pemberian pertanggungjawaban pidana kepada anak haruslah 
mempertimbangkan kepentingan terbaik bagi anak di masa mendatang 
atau di masa depan.51 Tidak menutup kemungkinan seorang anak memiliki 
niat untuk melakukan sesuatu apalagi di era seperti saat ini seorang anak 
bisa saja melakukan apa yang dilakukan orang dewasa dalam konteks 
positif maupun negatif. Anak saat ini pikirannya tidak sesuai dengan 
umurnya sehingga dapat dikatakan sebenarnya anak telah mampu untuk 
membedakan benar ataupun salah. Niat bisa jadi telah ada pada saat 
sebelum seorang anak melakukan suatu tindak pidana. 
Proses pemidanaan atau proses peradilan pidana bagi anak yang 
berhadapan dengan hukum dilakukan sesuai dengan ketentuan Undang- 
Undang Republik Indonesia Nomor 11 Tahun 2012 Tentang Sistem 
Peradilan Pidana Anak. Ancaman pidana bagi anak yang telah ditentukan 
oleh KUHP (lex generalis) dan Undang-undang No. 11 Tahun 2012 
 






tentang Sistem Peradilan Pidana Anak (lex spesialis) dijelaskan bahwa 
bagi anak penjatuhan pidananya ditentukan yaitu ½ dari maksimum pidana 
orang dewasa, dan terhadap anak tidak ada pemberlakuan pidana seumur 
hidup dan pidana mati.52 
Penahanan terhadap anak yang melakukan tindak pidana 
sebagaimana diatur dalam Pasal 32 ayat (2) Undang-Undang Sistem 
Peradilan Anak hanya dapat dilakukan dengan syarat Anak telah berumur 
14 (empat belas) tahun atau lebih; dan diduga melakukan tindak pidana 
dengan ancaman pidana penjara 7 (tujuh) tahun atau lebih. Namun, proses 
peradilan pidana anak yang melakukan tindak pidana harus melalui upaya 
diversi terlebih dahulu. Tindakan diversi merupakan suatu mekanisme 
yang memungkinkan anak dialihkan dari proses peradilan menuju proses 
pelayanan sosial lainnya. Penerapan diversi di semua tingkatan ini akan 
sangat mengurangi dampak negatif keterlibatan anak dalam proses 
peradilan tersebut.53 Menurut Pasal 6 Undang-Undang Sistem Peradilan 
Pidana Anak, upaya diversi bertujuan sebagai berikut : 
a. mencapai perdamaian antara korban dan Anak; 
 
b. menyelesaikan perkara Anak di luar proses peradilan; 
 
c. menghindarkan Anak dari perampasan kemerdekaan; 
 
d. mendorong masyarakat untuk berpartisipasi; dan 
 
e. menanamkan rasa tanggung jawab kepada Anak. 
 
52 Riza Alifianto, tanpa tahun terbit. Makalah ilmiah “Asas Ultimum Remedium dalam 
Pemidanaan Anak Nakal”, Portal Garuda, 
http://download.portalgaruda.org/article.php?article=18645&val=1156 
53 Romli Atmasasmita, Sistem Peradilan Pidana, Perspektif Eksistensionalisme dan 





Pertimbangan dari Pembimbing Kemasyarakatan berupa laporan 
penelitian kemasyarakatan yang merupakan persyaratan wajib sebelum 
Penyidik, Pembimbing Kemasyarakatan, dan Pekerja Sosial Profesional 
mengambil keputusan. Sesuai dengan pasal 21 ayat (1) dan (2) UU No. 11 
Tahun 2012 tentang Sistem Peradilan Pidana Anak, Penyidik, Pembimbing 
Kemasyarakatan, dan Pekerja Sosial Profesional mengambil keputusan 
terhadap anak yang diduga atau melakukan tindak pidana yaitu: 
mengikutsertakannya dalam program pendidikan, pembinaan, dan 
pembimbingan di instansi pemerintah atau LPKS di instansi yang 
menangani bidang kesejahteraan sosial, baik di tingkat pusat maupun 
daerah, paling lama 6 (enam) bulan. Keputusan yang diambil oleh 
Penyidik, Pembimbing Kemasyarakatan dan Pekerja Sosial Profesional 
tersebut diserahkan ke pengadilan untuk ditetapkan dalam waktu paling 
lama 3 hari. Setiap anak yang ditangkap atau ditahan berhak mendapatkan 
bantuan hukum dari Advokat atau pemberi bantuan hukum pada setiap 
tingkat pemeriksaan sesuai dengan ketentuan dalam undang-undang ini 
dan dalam setiap tingkatan pemeriksaan anak wajib didampingi oleh orang 
tua dan atau orang yang dipercayakan. 
Proses penyelesaian perkara pidana anak pada dasarnya sama 
seperti yang diatur dalam KUHAP hanya saja ada beberapa perbedaan 
dalam setiap tahapannya yakni pada proses tahap penyidikan dilakukan 
oleh Penyidik yang ditetapkan berdasarkan Keputusan Kepala Kepolisian 





Kepolisian Negara Republik Indonesia (Pasal 26 ayat (1) Undang-Undang 
Sistem Peradilan Pidana Anak). Penyidik dalam perkara pidana anak 
selanjutnya dalam Pasal 26 ayat (3) yaitu harus memenuhi syarat telah 
berpengalaman sebagai penyidik; mempunyai minat, perhatian, dedikasi, 
dan memahami masalah Anak; dan telah mengikuti pelatihan teknis 
tentang peradilan Anak. 
Pada tingkat ini penyidik wajib mengupayakan Diversi yaitu 
pengalihan penyelesaian perkara Anak dari proses peradilan pidana ke 
proses di luar peradilan pidana yang dilakukan dalam waktu 7 hari setelah 
penyidikan dimulai, sedangkan Diversi sendiri dilakukan paling lama 30 
hari setelah Diversi dimulai. Jika Diversi berhasil dilakukan atau mencapai 
suatu kesepakatan maka sesuai dengan pasal 29 ayat (3), penyidik 
menyampaikan berita acara Diversi beserta Kesepakatan Diversi kepada 
ketua pengadilan negeri untuk dibuat penetapan. Tetapi, apabila Diversi 
gagal maka sesuai dengan pasal 29 ayat (4) Penyidik wajib melanjutkan 
penyidikan dan melimpahkan perkara ke Penuntut Umum dengan 
melampirkan berita acara Diversi dan laporan penelitian kemasyarakatan.54 
Tahapan selanjutnya dalam proses perkara pidana oleh anak yakni 
penangkapan dan penahanan anak. Wewenang yang diberikan kepada 
penyidik sedemikian luasnya. Bersumber dari wewenang yang diberikan 
sebuah undang-undang, penyidik berhak mengurangi kebebasan dan hak 
asasi seseorang, asal hal itu masih berpihak pada landasan hukum yang sah 
 
54 Kusuma, Dewi J., Penegakan Hukum Tindak Pidana Cyber Bullying Oleh Anak 
Berdasarkan Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik, 





berupa penangkapan dan penahanan. Hal tersebut juga ada dalam hukum 
acara peradilan pidana anak.55 Penangkapan terhadap perkara pidana yang 
oleh anak dilakukan guna kepentingan penyidikan paling lama 24 (dua 
puluh empat) jam. Anak yang ditangkap wajib ditempatkan dalam ruang 
pelayanan khusus Anak. Dalam hal ruang pelayanan khusus Anak belum 
ada di wilayah yang bersangkutan, Anak dititipkan di LPKS.Penangkapan 
terhadap Anak wajib dilakukan secara manusiawi dengan memperhatikan 
kebutuhan sesuai dengan umurnya.56 
Penahanan terhadap anak yang berhadapan dengan hukum hanya 
dapat dilakukan dengan syarat sebagaimana yang disebutkan Pasal 32 ayat 
(2) Undang-Undang Sistem Peradilan Pidana Anak yakni anak telah 
berumur 14 (empat belas) tahun atau lebih; dan diduga melakukan tindak 
pidana dengan ancaman pidana penjara 7 (tujuh) tahun atau lebih. 
Sebelumnya pada ayat (1) dijelaskan penahanan tidak dapat dilakukan 
dalam hal Anak memperoleh jaminan dari orang tua/Wali dan/atau 
lembaga bahwa Anak tidak akan melarikan diri, tidak akan menghilangkan 
atau merusak barang bukti, dan/atau tidak akan mengulangi tindak pidana. 
Undang-Undang Nomor 11 Tahun 2012 Tentang Sistem Peradilan 
Pidana Anak mengatur mengenai jangka waktu penahanan anak yang 
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1) Pasal 33 Penahanan untuk kepentingan penyidikan dilakukan paling 
lama 7 (tujuh) hari. Jangka waktu penahanan atas permintaan Penyidik 
dapat diperpanjang oleh Penuntut Umum paling lama 8 (delapan) hari. 
Apabila waktu itu telah berakhir, Anak wajib dikeluarkan demi 
hukum. 
2) Pasal 34 untuk kepentingan penuntutan, Penuntut Umum dapat 
melakukan penahanan paling lama 5 (lima) hari. Jangka waktu 
penahanan atas permintaan Penuntut Umum dapat diperpanjang oleh 
Hakim pengadilan negeri paling lama 5 (lima) hari. Dalam hal jangka 
telah berakhir, Anak wajib dikeluarkan demi hukum. 
3) Pasal 35 menyebutkan dalam hal penahanan dilakukan untuk 
kepentingan pemeriksaan di sidang pengadilan, Hakim dapat 
melakukan penahanan paling lama 10 (sepuluh) hari dan dapat 
diperpanjang oleh Ketua Pengadilan Negeri paling lama 15 (lima 
belas hari) dan apabila jangka waktu tersebut telah berakhir dan 
Hakim belum memberikan putusan, Anak wajib dikeluarkan demi 
hukum. 
4) Penahanan untuk kepentingan banding sebagaimana diatur Pasal 37 
dapat dilakukan penahanan paling lama 10 (sepuluh hari) dan dapat 
diperbanjang menjadi 15 (lima belas hari) dan untuk kepentingan 
kasasi sebagimana disebutkan Pasal 38 penahanan dilakukan paling 





diperpanjang oleh Ketua Mahkamah Agung paling lama 20 (dua 
puluh) hari. 
Selanjutnya apabila jangka waktu penahanan dan perpanjangan waktu 
penahanan telah berakhir petugas tempat Anak ditahan harus segera 
mengeluarkan Anak demi hukum sebagimana termaktub dalam Pasal 39 
Undang-Undang Nomo.11 Tahun 2012 Tentang Sistem Peradilan Pidana 
Anak. Orang tua atau wali anak juga berhak mendapatkan pemberitahuan 
dari pejabat penahanan bahwa orang tua atau wali anak mengenai 
memperoleh hak bantuan hukum sesuai Pasal 40 Undang-Undang 
Nomo.11 Tahun 2012 Tentang Sistem Peradilan Pidana Anak. 
Tahapan proses selanjutnya yakni tahap penuntutan. Penuntut umum 
dalam perkara pidana yang dilakukan oleh anak dilakukan oleh Jaksa 
Penuntut umum yang ditunjuk oleh Jaksa Agung dan memenuhi syarat 
sebagaimana diatur dalam Pasal 41 Undang-Undang Nomo.11 Tahun 2012 
Tentang Sistem Peradilan Pidana Anak. Upaya diversi wajib dilakukan 
oleh penuntut umum paling lama 7 (tujuh) hari setelah menerima berkas 
dari penyidik, diversi dilaksanakan paling lama 30 (tiga puluh) hari, dalam 
hal proses Diversi berhasil mencapai kesepakatan, Penuntut Umum 
menyampaikan berita acara Diversi beserta kesepakatan Diversi kepada 
ketua pengadilan negeri untuk dibuat penetapan. 
Pemeriksaan perkara di sidang pengadilan dilakukan secara tertutup 
agar tercipta suasana tenang dan penuh dengan kekeluargaan, sehingga 





terbuka dan jujur selama sedang berjalan. Anak juga wajib didampingi 
oleh orang tua atau wali atau penasihat hukum sebagaimana ketentuan 
Pasal 55 Undang-Undang Nomor 11 Tahun 2012 Tentang Sistem 
Peradilan Anak dan apabila pendamping anak tidak hadir maka 
persidangan dapat batal demi hukum. Hakim yang memeriksa perkara 
anak berhadapan dengan hukum adalah hakim tunggal, dan hakim, jaksa 
penuntut umum, dan pengacara tidak memakai atribut toga mereka saat 
memeriksa dalam persidangan anak berhadapan dengan hukum. 
Pada proses pembacaan putusan pengadilan dilakukan dalam sidang 
yang terbuaka untuk umum dan dapat tidak dihadiri oleh anak. Identitas 
anak, anak korban, dan atau anak saksi tetap harus dirahasiakan oleh 
media massa sebagaimana dimaksud dalam pasal 19 UU No. 11 Tahun 
2012 tentang Sistem Peradilan Pidana Anak dengan hanya mengunakan 
inisial tanpa gambar. Untuk itu, pengadilan wajib memberiakan petikan 
putusan pada hari putusan dibacakan kepada anak atau advokat atau 
pemberi bantuan lainnya, pembimbing kemasyarakatan dan penuntut 
umum serta pengadilan wajib memberikan salinan putusan paling lama 5 
hari sejak putusan diucapkan kepada anak atau advokat atau pemberi 
bantuan hukum lainnya, pembimbing kemasyarakatan dan penuntut 
umum. 
Proses penegakan hukum pada anak yang melakukan tindak pidana 
haruslah sesuai dengan ketentuan perundang-undangan serta harus 





yang dilakukan oleh anak semata-mata karena anak masih belum dapat 
membedakan dan berlaku bijak atas baik dan buruk sesuatu yang mereka 
lakukan di dunia maya. Perkara anak yang berhadapan dengan hukum atas 
kasus cyberbullying lebih baik sebelum masuk ke ranah meja hijau harus 
dilakukan upaya kekeluargaan, jika upaya tersebut tidak bisa maka 
dilakukan upaya diversi dan proses penanganan perkara sesuai Undang- 
Undang Sistem Peradilan Pidana Anak. 
Penyelesaian dalam sistem peradilan pidana anak atas kasus tersebut 
yakni dilakukan menurut UU Sistem Peradilan Anak Nomor11 Tahun 
2012 (UU SPPA) dalam sistem peradilan anak wajib diupayakan Diversi 
(Pasal 5 ayat(3)) dengan tujuan mencapai perdamaian antara korban dan 
anak sehingga anak tidak sampai kemeja hijau. Diversi adalah pengalihan 
penyelesaian perkara anak dari proses peradilan pidana keproses diluar 
peradilan pidana. Pasal 5 UU SPPA mengatur bahwa pelaksanaan diversi 
dalam penanganan perkara pidana anak adalah suatu kewajiban. 
Penyelesaian melalui diversi adalah dengan melibatkan korban,anak,dan 
masyarakat dalam mencari solusi untuk memperbaiki dan melakukan 
rekonsiliasi tanpa berdasarkan pembalasan.Terlaksananya diversi dan 










1. Cyberbullying adalah fenomena kejahatan yang merupakan dampak 
adanya kemajuan dibidang teknologi dan informasi. Unsur dalam 
kejahatan perundungan di dunia maya antara lain adanya unsur 
kesengajaan, mengandung atau memuat unsur penghinaan, 
mengandung unsur kesalahan (dolus). Pengaturan mengenai 
cyberbullying menurut hukum Indonesia yakni terdapat Pasal 315 
KUHP dan Pasal 27 ayat (3) Undang-Undang Republik Indonesia 
Nomor 19 Tahun 2016 Tentang Perubahan Atas Undang-Undang 
Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik. 
2. Proses penegakan hukum anak yang melakukan perundungan di 
dunia maya harus sesuai dengan sistem peradilan pidana pada anak 
yang mana diatur dalam Undang-Undang Republik Indonesia Nomor 
11 Tahun 2012 Tentang Sistem Peradilan Pidana Anak. Upaya yang 
harus dilakukan pertama yakni dengan upaya kekeluargaan sehingga 







1. Perlu ditingkatkan kembali penanganan untuk menekan kasus 
cyberbullying yang terjadi di Indonesia khususnya kepada anak-anak 
yakni orang tua dan orang sekitar harus lebih mengawasi anak dalam 
penggunaan teknologi terutama media sosial supaya tidak menulis atau 
membuat konten yang mengarah kepada perbuatan perundungan atau 
bullying. 
2. Pemerintah sebaiknya melalui dinas pendidikan dan keluarga untuk 
menerapkan pendidikan anti-bullying kepada anak-anak sehingga 
mereka mengetahui apa itu bullying atau perundungan, dampak dari 
perundungan, sehingga mereka tidak melakukannya kepada orang 
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