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Summary 
The purpose of the study is to determine if the General Data Protection 
Regulation (below GDPR) in practice will affect Online Behavioural 
Advertising, but also see if Online Behavioural Advertising is an issue that 
needs to be regulated by law. For the study a legal dogmatic method has been 
used. GDPR regulates the processing of personal data and its purpose is to 
strengthen the personal integrity, trust and control over personal data online.  
 
Almost all Online Behavioural Advertising is made by profiling and 
automated decision-making, which is regulated in GDPR article 22. By 
collecting, processing and analysing personal data a profile is created, that 
can be sold on an advertising market. All of this is happening within seconds. 
It is the technology and development in IT that have enabled the growth of 
Online Behavioural Advertising. The method continues to increase since it is 
a more effective and less expensive way of marketing. There are two interests 
against each other, on one hand there is the personal integrity and on the other 
hand there is company’s interests of marketing. The question is which of these 
interests is the most important?  
 
The study shows that Online Behavioural Advertising is an issue that consists 
of many parts and that a legislative regulation is needed. However, GDPR 
article 22 will not, in its current wording and thought of enforcement, change 
the market of Online Behavioural Advertising. Therefore, GDPR will not 
fulfil its purpose to strengthen control, trust and integrity over personal data 
online. In relation to Online Behavioural Advertising, GDPR creates more 
questions rather than answering the problems surrounding Online 
Behavioural Advertising. 
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Sammanfattning 
Syftet med uppsatsen är att utröna om General Data Protection Regulation 
(nedan GDPR) kommer påverka riktad onlinereklam samt undersöka om 
riktad onlinereklam är ett problem som behöver lagreglering. Uppsatsen har 
utgått från en rättsdogmatisk metod. GDPR reglerar behandling av 
personuppgifter och dess syfte är att stärka den personliga integriteten, tilliten 
och kontrollen över personuppgifter på internet.  
 
Nästan all riktad onlinereklam använder sig av profilering och automatiserat 
beslutsfattande, vilket regleras i GDPR artikel 22. Genom att personuppgifter 
samlas in, behandlas och analyseras skapas en profil som säljs på en 
reklambörs till annonsörer. Allt sker inom loppet av några sekunder. Det är 
tekniken och utvecklingen inom IT som har möjliggjort tillväxten av riktad 
onlinereklam. Metoden ökar då den bidrar till en effektivare och billigare 
marknadsföring. Det är två intressen som står mot varandra, på ena sidan den 
personliga integriteten och på den andra sidan företagets intresse av 
marknadsföring. Frågan är vilket av dessa intressen som väger tyngst?  
 
Uppsatsen visar att riktad onlinereklam är ett problem bestående av flera delar 
och att en lagreglering skulle behövas. Dock kommer inte GDPR artikel 22 i 
nuvarande formulering och tänkt tillämpning att förändra marknaden för 
riktad onlinereklam. Därmed kommer inte GDPR uppfylla sitt syfte att stärka 
kontrollen, tilliten och integriteten på internet över personuppgifter. GDPR i 
förhållande till riktad onlinereklam ställer mer frågor än vad den besvarar 
problematiken med riktad onlinereklam.  
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Förkortningar och ordförklaringar 
Artikel 29-gruppen Är en rådgivande och oberoende 
grupp med uppgift att utreda frågor 
som rör EU:s dataskyddsdirektiv 
95/46 och andra åtgärder från EU 
som rör behandling av 
personuppgifter. 
 
Automatiserat beslutsfattande Beslutsfattande om en individ 
genom användande av tekniska 
medel utan mänsklig inblandning. 
 
Cookie Är en datafil hos en webbplats som 
sparar information om användaren 
av webbläsaren, efter en 
förfrågning till användaren. Om 
användaren accepterar sparas 
cookien på datorn och webbplatsen 
kan följa användarens surfvanor på 
andra hemsidor än ens egna.  
 
GDPR  Europaparlamentets och rådets 
förordning 2016/679 av den 27 
april 2016 om skydd för fysiska 
personer med avseende på 
behandling av personuppgifter och 
om det fria flödet av sådana 
uppgifter och om upphävande av 
direktiv 95/46/EG 
 
e-Privacy  Europaparlamentets och rådets 
förordning om respekt för 
privatlivet och skydd av 
personuppgifter i samband med 
elektronisk kommunikation och om 
upphävande av direktiv 
2002/58/EG 
 
MFL    Marknadsföringslag SFS 2008:486 
 
Profilering Automatiserad behandling av 
personuppgifter som utvärderar 
personliga aspekter kring en fysisk 
person. 
 
PUL    Personuppgiftslagen SFS 1998:204 
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SOU    Statens offentliga utredningar
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1 Inledning  
Har det hänt att ni har kollat på en hemsida, kanske efter ny kurslitteratur, för 
att sedan klicka in på en nyhetssida för att upptäcka att det förekommer 
reklam för kurslitteraturen som ni kollade på för några sekunder sedan? Kan 
det vara en slump att annonsören valde rätt dag för att annonsera kurslitteratur 
som ni behövde inför nästa kurs? Nej, det är med högsta sannolikhet inte en 
slump. Hur fungerar det och är det inte lite skrämmande? Fenomenet beror på 
att alla personer som använder internet finns som en profil på nätet. Profilen 
baseras på behandling av tidigare surfbeteende, IP-adresser, cookies samt 
tidigare sökningar. Profilen säljs sedan vidare till företag som vill exponera 
sina produkter till just er typ av profil. Det förekommer en reklamhandel, som 
sker inom loppet av några sekunder och baseras på enskildas lagrade och 
analyserade personuppgifter. Hur regleras det i lag och är det ett problem? 
Det återstår att se.  
 
1.1 Bakgrund  
Endast 15% anser att de har full kontroll över informationen som finns  om 
dem på internet.1 I en annan studie gjord av EU-kommissionen upplever 8 av 
10 att de inte har full kontroll över personuppgifter på internet och 6 av 10 
menar att de inte litar på att onlineföretag kan hålla koll på personuppgifter.2 
Mot bakgrund av en förtroendebrist till den äldre regleringen för dataskydd 
och ett behov av harmonisering, har Europaparlamentets och rådets 
förordning 2016/679 av den 27 april 2016 om skydd för fysiska personer med 
avseende på behandling av personuppgifter och om det fria flödet av sådana 
uppgifter och om upphävande av direktiv 95/46/EG (nedan GDPR) skapats.3  
 
                                                   
1 European Commission ”Data protection” 
http://ec.europa.eu/justice/smedataprotect/index_en.htm#mobile-menu besökt 2018-04-09.  
2 European Commission ”The GDPR: new oppourtunities, new obligations” s.3. 
3 European Commission ”Data protection” 
http://ec.europa.eu/justice/smedataprotect/index_en.htm#mobile-menu besökt 2018-04-09. 
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GDPR träder ikraft den 25 maj 2018 och syftet är att ge ett starkare skydd för 
den personliga integriteten, kontroll över personuppgifter och harmonisering 
av dataskydd i EU.4 GDPR kommer att leda till ett flertal stora förändringar 
för alla som hanterar personuppgifter om EU-medborgare. Lagstiftningen 
kommer att bli direkt tillämplig i hela EU, vilket innebär att innan GDPR 
träder ikraft har företag och medlemsstater getts tid för att förändra rutiner 
och lagstiftning.  
 
1.2 Syfte  
Syftet med studien är att granska hur GDPR kommer att interagera med riktad 
onlinereklam i praktiken. GDPR har uppstått i syfte att skydda den personliga 
integriteten då EU-medborgare saknar tillit för hur företag hanterar 
personuppgifter. Studien kommer att analysera om GDPR kommer att 
uppfylla sitt syfte och se vilka konsekvenser GDPR får för riktad 
onlinereklam. 
 
GDPR artikel 22 reglerar behandling av personuppgifter som sker genom 
automatiserat beslutsfattande och profilering. Riktad onlinereklam bygger på 
profilering då det är nödvändigt att samla in personuppgifter för att kunna 
rikta reklam. Information som samlas in är IP-adress, intressen, webbhistorik 
och geografisk plats.5 Därav blir GDPR artikel 22 intressant för syftet att se 
hur GDPR interagerar med riktad onlinereklam.  
 
1.3 Frågeställningar  
Studien utgår från följande frågeställningar: Är riktad onlinereklam ett 
problem som behöver lagreglering? Kommer GDPR att förändra riktad 
onlinereklam i praktiken med fokus på GDPR artikel 22?  
                                                   
4 European Commission ”press release” http://europa.eu/rapid/press-release_IP-18-
386_en.htm besökt 2018-04-10. 	 
5 Konsumentverket rapport 2016:12 s.48.   
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1.4 Metod, material och perspektiv  
Metoden som har använts vid utformningen av studien är en rättsdogmatisk 
metod. Rättsdogmatisk metod innebär de allmänt accepterade rättskällorna 
som lagstiftning, förarbeten och doktrin studeras.6 Rättsdogmatiken handlar 
om att göra en analys med ett vetenskapligt syfte. Det sker en vetenskaplig 
tolkning av gällande rätt.7 
 
Materialet består främst av svensk och europeisk lagtext, vägledningar, 
doktrin och artiklar för att undersöka hur GDPR kommer att påverka riktad 
onlinereklam i praktiken. Praxis kommer inte att användas, då GDPR vid 
skrivandet inte har trätt ikraft. Till sist kommer offentligt tryck och 
myndighetsinformation att användas. Mycket av materialet är på engelska, 
vilket är fritt översatt.  
 
Studien utgår från ett kritiskt perspektiv, då frågeställningarna som ska 
undersökas är om GDPR verkligen innebär en praktisk skillnad och om riktad 
onlinereklam är ett problem som behöver lagreglering. För att få en nyanserad 
bild och för att kunna förhålla sig kritisk till GDPR:s genomslagskraft 
kommer artiklar av jurister och andra sakkunniga studeras.  
 
1.5 Avgränsningar  
GDPR kommer att förändra mer än marknadsföring, men studien behandlar 
endast GDPR:s påverkan på riktad onlinereklam. GDPR kommer att ersätta 
personuppgiftslag (1998:204), men det kommer inte att tas upp då fokus är på 
den framtida utvecklingen. I studien berörs inte EU-kommissionens förslag 
till Europaparlamentet och Rådets förordning om respekt för privatlivet och 
skydd av personuppgifter i samband med elektronisk kommunikation (e-
Privacy) på grund av utrymmesskäl. e-Privacy kommer innehålla regler om 
                                                   
6 Kleineman (2013) s.21.  
7 Ibid s.24-25.  
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cookie-användningen på internet, vilket påverkar insamlingen av 
personuppgifter och i sin tur riktad onlinereklam.  
 
Det är inte alla typer av reklam som kommer att beröras, utan endast reklam 
som klassificeras som riktad onlinereklam8. Det innebär att studien inte 
kommer att beröra direktreklam, reklam i traditionella 
kommunikationsmedel, på TV eller i radio. 
 
1.6 Forskningsläge  
Forskningsläget kring riktad onlinereklam i förhållande till GDPR är 
begränsat. Det är ett nytt område och GDPR har ännu inte trätt ikraft. Det 
finns några artiklar av jurister och andra sakkunniga där författarna främst 
kommenterar GDPR:s praktiska tillämpning och problem.9 Förhållandet 
mellan reklam och GDPR är i dagsläget relativt outforskat.  
 
1.7 Disposition  
Uppsatsens första kapitel behandlar marknadsrätten. Denna del innefattar en 
allmän beskrivning av den marknadsrättsliga regleringen, en definition av 
riktad onlinereklam samt en del om lagregleringen av riktad onlinereklam. 
Uppsatsens tredje kapitel berör behandling av personuppgifter på internet 
som inledningsvis förklarar var och hur behandlingen sker. Därefter kommer 
ett avsnitt om lagstiftningen i allmänhet, ett avsnitt om lagstiftningen som rör 
riktad onlinereklam i GDPR och kapitlet avslutas med ett avsnitt om artikel 
29-gruppens vägledning. Det fjärde kapitlet av uppsatsen behandlar 
samhällsdebatten kring GDPR och riktad onlinereklam. Det sista kapitlet i 
uppsatsen utgörs av en analys där frågeställningarna och utredningen 
diskuteras.  
 
                                                   
8 Benämns också som; beteendestyrd reklam, online behavioural advertising, personaliserad 
reklam. Se avsnitt 2.2.  
9 Se kapitel 4. 
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2 Om marknadsrätten  
2.1 Allmänt om den marknadsrättsliga lagstiftningen 
I Sverige regleras marknadsrätten främst av marknadsföringslag (2008:486, 
nedan MFL) som bygger på flera EU-rättsliga direktiv, men framförallt på 
direktiv 2005/29/EG om otillbörliga affärsmetoder.10 Enligt MFL 1 § är syftet 
med lagen att främja konsumenternas och näringslivets intressen och 
motverka otillbörlig marknadsföring. I MFL 1 § räknas flera speciallagar upp 
som också reglerar marknadsföring. Lagen tillämpas när näringsidkare 
marknadsför sin näringsverksamhet enligt MFL 2 §. Vilken form 
marknadsföringen har, eller i vilket medium den exponeras i, spelar ingen roll 
för tillämpligheten av lagen.11 Det innebär att lagen är teknikneutral och 
tillämplig på internet.12 
 
2.2 Vad är riktad onlinereklam?  
Riktad onlinereklam är endast en benämning, det kan även kallas online 
behavioural advertising, beteendestyrd reklam online eller personaliserad 
reklam. Oavsett benämning innebär riktad onlinereklam:  
 
Insamling över tid av uppgifter om användares agerande online på en 
viss enhet över olika, ej relaterade webbplatser för att skapa 
intressesegment eller för att hänföra sådant agerande till 
intressesegment i syfte att skicka reklam som svarar mot användarens 
intressen och preferenser […].13  
 
Segmentering är när marknaden delas upp i olika typer av konsumenter, där 
varje segment har ett eget marknadsföringsprogram baserat på behov och 
önskemål inom segmentet.14 Genom segmentering kan företag ta hänsyn till 
användaren för att se vilken situation som användaren befinner sig i och 
                                                   
10 Levin (2014) s.1. 
11 Ibid s.21.  
12 Ibid s.38. 
13 ICC:s regler för reklam och marknadskommunikation s.36.  
14 Ström & Vendel (2015) s.58.  
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anpassa marknadsföringen efter det i realtid.15 Sammanfattningsvis är riktad 
onlinereklam individualiserad förmedling av marknadsföring i realtid som 
baseras på behandling av personuppgifter som har samlats in på internet.16 
 
2.3 Reglering av riktad onlinereklam i marknadsrätten 
Marknadsföringslagen är teknikneutral. Lagen gäller i fullo för riktad 
onlinereklam, förutsatt att reklamen faller inom lagens tillämpningsområde 
enligt MFL 2 §. MFL innehåller dock ingen specifik reglering kring riktad 
onlinereklam.17 I MFL 5 §, som är en generalklausul, stadgas det att 
marknadsföring ska stämma överens med god marknadsföringssed. 
Definitionen av god marknadsföringssed finns i MFL 3 § och innebär ”god 
affärssed eller andra vedertagna normer som syftar till att skydda 
konsumenter och näringsidkare vid marknadsföring av produkter”. Vid 
undersökning av vad som är god marknadsföringssed går det att ta hänsyn till 
ICC:s regelverk, branschpraxis och utomrättsliga normer. Att en åtgärd 
strider mot dessa normer behöver dock inte innebära att det nödvändigtvis 
strider mot MFL.18  
 
Om marknadsföringen strider mot MFL 5 § kan marknadsföringen vara 
otillbörlig enligt MFL 6 § om den i ”[…] märkbar mån påverkar eller 
sannolikt påverkar mottagarens förmåga att fatta ett välgrundat affärsbeslut”. 
MFL 6 § innebär att marknadsföring ska vara vederhäftig och inte påverka 
mottagarens ekonomiska intressen.19 Vid en prövning om marknadsföringen 
är otillbörlig enligt MFL 6 § görs ett transaktionstest. I transaktionstestet 
undersöks det om konsumenten har valfrihet eller om handlandet är inskränkt. 
Testet syftar till att utröna om en genomsnittlig konsument riskerar att fatta 
ett beslut som är mindre välövervägt eller ett helt annat beslut än vad 
konsumenten annars hade tagit.20  
                                                   
15 Ström & Vendel (2015) s.60.  
16 SOU 2018:1 s.197-198.  
17 Ibid s.246-247.  
18 Levin (2014) s.69-70. 
19 Ibid s.83.  
20 Ibid s.84-85.  
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3 Om behandling av 
personuppgifter på internet  
3.1 Hur och var sker lagring och behandling av personuppgifter på 
internet?  
Det sker insamling och analys av data från användare på internet. Det finns 
stora mängder data som kan analyseras, vilket gör att företag får en unik 
möjlighet att utröna användarens beteende och anpassa sig efter det. Data som 
samlas in är bland annat klickbara länkar, uppgifter som fylls i av användaren, 
uppladdningar, nedladdningar och delningar.21 Det är dagens teknik som 
möjliggör riktad onlinereklam. Insamlingen kan ske genom exempelvis 
cookies. Cookien innehåller en identifikation som gör att webbläsaren 
kommer ihåg användaren, dess preferenser och identitet.22 Företag kan med 
hjälp av cookien kartlägga användarens beteende även på andra hemsidor än 
ens egna, vilket gör det möjligt att indikera användarens intressen, kön och 
inkomst.23 Utöver cookies används IP-adresser, sökmotorer och filtreringar 
vid insamlingen av personuppgifter.24  
 
3.2 Allmänt om lagstiftningen kring behandling av personuppgifter på 
internet  
Idag gäller personuppgiftslagen vid behandling av personuppgifter. Den 
ersätts av GDPR den 25 maj 2018. GDPR bygger på 20 års lagstiftning och 
praxis. Förordningen kommer att ge ett starkare skydd för individen och större 
kontroll över personuppgifter på internet.25  
 
I GDPR artikel 1 stadgas att regleringens syfte är att skydda fysiska personer. 
Enligt GDPR artikel 2 är förordningen tillämplig på behandling av 
personuppgifter som helt eller delvis företas på automatisk väg. Definitioner 
                                                   
21 Ström & Vendel (2015) s.56-57.  
22 Eltell & Åberg (2011) s.133-134.  
23 Ström & Vendel (2015) s.56-57.  
24 SOU 2018:1 s.48, s.50-51. 
25 KOM(2018) 43.  
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finns i GDPR artikel 4, där en personuppgift är en upplysning som går att 
hänföra till en identifierad eller identifierbar fysisk person. Begreppet 
behandling i GDPR artikel 4 definieras som en åtgärd, bland annat insamling, 
registrering eller organisering. Det som blir avgörande är om upplysningen 
går att anknyta till en fysisk levande person. Typiska personuppgifter är namn 
och adress men nu omfattas även IP-adresser och cookies.26 
 
GDPR kapitel 2 innehåller principer som gäller för all behandling av 
personuppgifter. GDPR artikel 5 stadgar att personuppgifter ska behandlas 
lagligt, transparent, vara korrekta och uppdaterade. GDPR artikel 6 innehåller 
krav om laglig grund för behandling av personuppgifter. Det finns sex lagliga 
grunder för behandling. En laglig grund är till exempel att samtycke finns 
eller att det är nödvändigt på grund av ett berättigat intresse hos behandlaren 
eller tredje part. GDPR kapitel 3 fastställer användarens rättigheter. Till 
exempel enligt GDPR artikel 12 är det behandlaren som har ansvar för att 
användaren får den information som krävs. En av de stora nyheterna i GDPR 
är att användaren har rätt att bli bortglömd enligt GDPR artikel 17. Det 
innebär att om användaren återkallar ett givet samtycke ska behandlaren av 
personuppgifterna radera de personuppgifter som finns om användaren.  
 
3.3 Reglering av riktad onlinereklam i GDPR  
GDPR artikel 22 reglerar profilering och automatiserat individuellt 
beslutsfattande. Metoden är helt baserad på tekniska medel utan mänsklig 
inblandning. I GDPR artikel 22.1 stadgas att en användare:  
 
[…] ska ha rätt att inte bli föremål för ett beslut som enbart grundas på 
automatiserad behandling, inbegripet profilering, vilket har rättsliga 
följder för honom eller henne eller på liknande sätt i betydande grad 
påverkar honom eller henne.  
                                                   
26 Datainspektionen ”Personuppgifter och personuppgiftsbehandling” 
https://www.datainspektionen.se/dataskyddsreformen/dataskyddsforordningen/tillampnings
omrade/personuppgifter-och-personuppgiftsbehandling/ besökt 2018-04-20.  
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Undantag från förbudet finns i GDPR artikel 22.2 och tillämpas om det är 
nödvändigt på grund av avtal, tillåtet enligt EU-lag eller medlemsstatens lag 
eller vid uttryckligt samtycke. Det är den personuppgiftsansvarige som 
ansvarar för att säkerställa att rättigheter, friheter och intressen hos 
användaren värnas om enligt GDPR artikel 22.3.  
 
Utöver GDPR artikel 22 stadgas det i GDPR artikel 21 att användare har rätt 
att när som helst invända mot behandlingen av personuppgifter. Det 
inbegriper också profilering. Om användaren gör en invändning måste 
behandlaren stoppa behandlingen.  
 
3.4 Artikel 29-gruppens vägledning   
EU-kommissionen har i ett uttalande sagt att kommissionen stöttar arbetet 
som artikel 29-gruppen27 utför och det arbetet spelar en stor roll för 
förberedelserna inför GDPR:s ikraftträdande. Artikel 29-gruppen har författat 
vägledningar om hur GDPR ska tolkas.28  
 
I introduktionen till vägledningen om automatiserat beslutsfattande och 
profilering stadgas att riktad onlinereklam används i flera sektorer. 
Användningen ökar eftersom det är effektiverare och sparar pengar då det 
möjliggör att reklamen exponeras till intresserade konsumenter. Det är 
utvecklingen inom IT som har möjliggjort automatiserat beslutsfattande och 
profilering. Risker med metoden är att den förstärker nuvarande stereotyper 
och ökar de sociala klyftorna. Den tar bort användarens rätt att välja helt fritt 
och låser in användaren i ett visst fack.29  
 
Profilering består av tre element enligt vägledningen – en automatiserad 
process, processen ska behandla personuppgifter och syftet med profileringen 
är att utvärdera personliga aspekter om en fysisk person. Med profilering 
                                                   
27 Om artikel 29-gruppen se: https://www.datainspektionen.se/om-oss/internationellt-
arbete/artikel-29-gruppen1/ besökt 2018-04-24.  
28 KOM(2018) 43. 
29 Guidelines on Automated individual decision-making and Profiling s.5-6.  
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försöker behandlaren förutspå framtida beteenden genom att utvärdera 
användarens karaktär och beteendemönster.30 Automatiserat beslutsfattande 
beskrivs som möjligheten att fatta ett beslut med tekniska medel, utan ett enda 
spår av mänsklig inblandning.31 I GDPR finns det tre olika typer av 
profilering, där uteslutande automatiserat beslutsfattande som beskrivs i 
GDPR artikel 22 är en av dem. Även om GDPR artikel 22 reglerar specifikt 
en metod som uteslutande baseras på tekniska medel, är även resten av GDPR 
tillämplig.32 Den som behandlar personuppgifter får inte fabricera mänsklig 
behandling för att slippa tillämpning av GDPR artikel 22. Om det är mänsklig 
behandling involverat måste behandlaren skriva ett intyg om att behandlingen 
är meningsfull och att personen har auktoritet och kompetens.33 
 
Vägledningen har sammanfattat GDPR artikel 22 som ett generellt förbud 
mot automatiserat beslutsfattande och profilering. Det finns undantag och om 
undantagen är tillämpliga ska det finnas lämpliga åtgärder för att garantera 
rättigheter och friheter.34  
 
I GDPR artikel 22 stadgas om det har rättsliga eller liknande betydande 
effekter för användaren är det förbjudet. Det finns ingen definition, men 
utifrån ordalydelsen är det endast seriösa effekter som omfattas. Rättsliga 
effekter innebär som det låter, till exempel möjligheten att ingå avtal eller 
rösta. Liknande betydande effekter är mer vagt. Vägledningen stadgar att de 
liknande betydande effekterna måste ha potential att på ett betydande sätt 
påverka omständigheter, beteenden eller val som berör användaren. 
Effekterna ska ha en lång eller permanent betydelse eller i extrema fall leda 
till uteslutning eller diskriminering. Vägledningen anser att det är svårt att 
veta vilka situationer som omfattas av betydande effekter men det kan vara 
tillgång till sjukvård eller att anställning försvåras.35  
                                                   
30 Guidelines on Automated individual decision-making and Profiling s.6-7.  
31 Ibid s.8.  
32 Ibid s.8-9.  
33 Ibid s.20-21.  
34 Ibid s.19-20.  
35 Ibid s.21-22. 
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Vägledningen hävdar att riktad onlinereklam i de flesta fall inte har en 
betydande effekt. I vissa fall kan det dock anses ha en betydande effekt och 
GDPR artikel 22 är då tillämplig. Vägledningen nämner fyra faktorer som 
kan innebära betydande effekt; hur påträngande profileringsprocessen 
uppfattas av individen, förväntningar och önskemål hos individen, hur 
marknadsföringen exponeras för individen eller särskild sårbarhet eller 
utsatthet hos målgruppen som individen tillhör.36 
                                                   
36 Guidelines on Automated individual decision-making and Profiling s.22.  
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4 Samhällsdebatten  
I SOU 2018:1 presenteras en undersökning om konsumentskydd på internet. 
SOU:n konstaterar att det inte är förbjudet med riktad onlinereklam och att 
det inte är önskvärt eller möjligt att förbjuda reklamen. GDPR kommer 
troligtvis få en positiv inverkan genom att höja kraven på skydd för 
personuppgifter.37 Riktad onlinereklam är problematiskt ur ett 
konsumentperspektiv då det väcker frågor om integritet.38 Fördelen med 
riktad onlinereklam är att reklamen hjälper till att prioritera resultat vid 
sökningar vilket underlättar för användaren. Nackdelar är att konsumenten 
inte verkar uppskatta reklam, att integriteten får stå tillbaka och ett förlorat 
förtroende att hantera personuppgifter.39 När riktad onlinereklam når ut till 
konsumenter på individuell nivå blir det svårt att upptäcka otillbörlig 
reklam.40 Ytterligare bekymmer med riktad onlinereklam är dålig kännedom 
om metoden.41 
 
Konsumentverket har i en rapport konstaterat att reklam och insamling av 
personuppgifter är ett område under stor förändring. Det är en trend att samla 
in uppgifter inom media för att möjliggöra automatiserad reklamhandel.42 För 
att automatiserad reklamhandel ska fungera måste företag samla in 
personuppgifter om användare för att sälja vidare till annonsörer. Rapporten 
uttrycker att det inte behöver endast vara negativt, utan ses som att relevant 
reklam presenteras via ett individuellt filter. Det hjälper användaren att hitta 
det användaren faktiskt vill ha.  Samtidigt kan det ses som en överstimulering 
av konsumtionen och ta bort konsumentens medvetna val. Det är svårt att dra 
en linje mellan konsumentens egna medvetna val och hur viljan att köpa en 
viss produkt har påverkats av riktad onlinereklam. Dessutom har 
konsumenten väldigt låg insyn i hur det fungerar.43 
                                                   
37 SOU 2018:1 s.19-20.  
38 Ibid s.38.  
39 Ibid s.201-204.  
40 Ibid s.206.  
41 Ibid s.208.  
42 Konsumentverket rapport 2016:12 s.47. 
43 Ibid s.48. 
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Frederike Kaltheuner och Elettra Bietti har kommenterat GDPR artikel 22 i 
en artikel. De menar att genom profilering kan känsliga detaljer framkomma 
även om profileringen bygger på ointressant data.44 Kaltheuner och Bietti ser 
flera risker med profilering. En risk är att den inkräktar på privatlivet. 
Profileringen utmanar också den allmänna synen på informerat samtycke, 
kontroll över personuppgifter och identitet. Om profilen som skapas är 
felaktig kan det leda till att användaren blir felbedömd, felidentifierad eller 
felklassificerad vilket kan orsaka skada. Profilering som används för riktad 
onlinereklam kan därmed leda till orättvisa, diskriminerande eller partiska 
resultat.45  
 
Kaltheuner och Bietti anser att det är bra att artikel 29-gruppen har fastställt 
omständigheter när riktad onlinereklam kan ge betydande effekter. De håller 
dock inte med i slutsatsen om att riktad onlinereklam i de flesta fall inte har 
betydande effekter. Det då reklamen bygger på påträngande profilering och 
genom att använda olika typer av data är det möjligt att reducera publiken för 
annonsen ner till en användare. Dessutom är kunskapen om profilering 
exceptionellt låg. Användare vet ofta inte om att deras personuppgifter är 
föremål för profilering. Riktad onlinereklam kan även leda till utfrysning och 
diskriminering. En studie har visat att jobbannonser med hög lön visades fler 
gånger för män än kvinnor. Denna typ av diskriminering är i princip omöjlig 
för användaren att upptäcka.46 Kaltheuner och Bietti avrundar med att 
konstatera att konstruktionen och tillämpningen av profilering kan leda till 
betydande skada och GDPR måste reglera det. Bestämmelserna i GDPR är 
antigen mångtydiga eller inte tillräckligt definierade i dagsläget för att kunna 
reglera profilering.47 
 
Michael Veale och Lilian Edwards har skrivit en artikel om artikel 29-
gruppens vägledning. Veale och Edwards hävdar att den allmänna uppfattade 
upplevelsen och felmatchad riktad onlinereklam är anledningen till varför 
                                                   
44 Bietti & Kaltheuner (2018) s.1.  
45 Ibid s.7-8.  
46 Ibid s.11-12.  
47 Ibid s.16-17.  
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användare inte har förtroende för profilering i allmänhet. De menar att reklam 
i sig inte är ett beslut utan kan enkelt ignoreras eller blockeras. Veale och 
Edwards tycker att artikel 29-gruppen tar en medelväg när de påstår att riktad 
onlinereklam inte har en betydande effekt i de flesta fall. I vissa fall kan 
reklam få en betydande effekt om den är påträngande eller visas för en grupp 
som är speciellt sårbar. Det anser författarna är självklara och förnuftiga 
omständigheter att poängtera av artikel 29-gruppen. Veale och Edwards 
fortsätter med att påstå att det finns en risk att vägledningen är beroende av 
konsumentskyddet snarare än den bakomliggande lagtexten. De anser att det 
är anmärkningsvärt att artikel 29-gruppen inte nämner att riktad onlinereklam 
kan få betydande effekt då den minskar utbudet om konsumenten inte tillhör 
rätt profileringsgrupp.48 
 
Susan Foster har skrivit om förhållandet mellan GDPR och riktad 
onlinereklam. Foster hävdar att nyckelfrågan för om riktad onlinereklam är 
förbjuden ligger i tillämpningen av betydande effekter. Riktad onlinereklam 
måste ha potential att påverka omständigheter, beteende eller val. Om reklam 
har betydande effekter bygger det på subjektiva faktorer, exempelvis att 
känna sig förföljd av reklam eller betydande effekt för en viss grupp, men vad 
dessa faktorer innebär undrar Foster. Undantagen från förbudet i GDPR 
artikel 22 är enligt Foster inte lätta att uppnå. Dessa undantag är 
svårtillämpliga då reklam inte behövs för att utföra ett avtal. Reklamen 
kommer antagligen inte tillåtas i lag och ett uttryckligt samtycke kommer att 
vara svårt att få eftersom majoriteten av processen sker bakom kulisserna.49  
 
Francesco Banterle har kommenterat GDPR i förhållande till riktad 
onlinereklam. Banterle hävdar att det är extremt att anse att profilering 
kommer leda till diskriminering. Endast på grund av att profileringen kommer 
leda till olikheter i behandling, behöver det inte nödvändigtvis innebära att 
resultatet är diskriminerande. Dock ska inte risken för diskriminering 
undervärderas. Banterle framför vidare att behandlaren kan ha ett legitimt 
                                                   
48 Edwards & Veale (2017) s.401-402.  
49 Foster (2017). 
 19 
intresse av att veta konsumenternas preferenser för att kunna anpassa 
erbjudande, produkter och tjänster. Att kunna anpassa erbjudanden är 
framtiden inom reklam. Utan att anpassa reklam skulle många tjänster förlora 
sin dragningskraft. Banterle menar att kravet på samtycke för riktad 
onlinereklam är för betungande för företag och garanterar inte heller att det 
finns ett faktiskt samtycke. Banterle förespråkar en mer flexibel tolkning för 
att kunna åstadkomma en mindre begränsad och mer konkurrenskraftig 
reklammarknad. En balans mellan företagens intressen och individens 
integritet måste upprätthållas.50 
 
Johnny Ryan uttrycker de tre största utmaningarna med GDPR i relation till 
riktad onlinereklam. Den första utmaningen blir att inhämta samtycke och för 
att få samtycke krävs att detaljerad information lämnas innan samtycket ges. 
Den andra stora utmaningen är det stora ansvaret för att se till att 
personuppgifterna inte läcker ut. Att de flesta användarna kommer att vara 
osynliga är den tredje utmaningen. Det kommer krävas samtycke och de 
samtyckande användarna kommer utgöra ett undantag. Ryan anser att 
samtycket inte kommer att ges av användaren då det är bekvämare och 
enklare att inte samtycka. Att ge ett samtycke kommer innebära en extra 
arbetsinsats och användaren vill antagligen inte bli spårad. Kunskapen om hur 
riktad onlinereklam fungerar och hur företag hanterar uppgifter kommer öka 
och bidra till att det blir bekvämare att inte samtycka. Gemene person kommer 
därmed vara ospårad och okänd på internet. Ryan ifrågasätter även om riktad 
onlinereklam kommer överleva utan att grundas på behandling av 
personuppgifter.51  
                                                   
50 Banterle (2017).  
51 Ryan (2017). 
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5 Analys  
Vad jag har kommit fram till i undersökningen hade kunnat vara annorlunda 
om andra källor och en annan metod hade använts. Mina resultat är beroende 
av källorna. Materialet som ledde fram till resultatet är från EU eller 
regeringen men även jurister och andra sakkunnigas artiklar. Materialet från 
EU är positivt inställt till GDPR medan artiklarna har varit kritiska i vissa 
delar. Kritiken som presenterats är relevant, speciellt då det saknas praxis som 
visar hur EU har tänkt att GDPR ska fungera i praktiken och att lagtexten är 
öppet formulerad. Mitt resultat är ganska osäkert och bygger på teoretiska 
resonemang. Dock anser jag att det finns en poäng i det också, då GDPR 
kanske inte får den praktiska betydelse som var menad. Det är i sig en 
värdefull tankeställare. 
 
Som jag ser det finns det två vägar för GDPR:s framtid i förhållande till riktad 
onlinereklam, antingen att GDPR artikel 22 är tillämplig eller inte. De två 
vägarna leder dock till samma resultat. Att det finns två vägar för den 
praktiska tillämpningen är i sig också problematiskt. Innan jag kommer att 
förklara de två vägarna och dess konsekvenser, måste jag först utröna om 
riktad onlinereklam är ett problem och om lagreglering är nödvändig.  
 
5.1 Är riktad onlinereklam ett problem?  
Med tanke på att en undersökning visar att endast 15% anser att de har full 
kontroll över informationen som finns om dem på internet och i en annan 
undersökning känner 8 av 10 att de inte har full kontroll över personuppgifter 
på nätet, kan enbart i sig tyda på problem. Bristande förtroende för hantering 
av personuppgifter på internet är ett nuvarande problem och ett 
framtidsproblem. I och med att den tekniska utvecklingen endast går framåt 
och därmed är det en god idé att redan nu behandla förtroendebristen som ett 
växande och seriöst problem.  
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Samhällsdebattens åsikter, EU och SOU 2018:1 uttrycker att det råder dålig 
kunskap hos allmänheten angående hantering av personuppgifter på internet. 
Är det ett problem för riktad onlinereklam? Ja, det tycker jag att det är. 
Användaren vet inte vilka uppgifter som samlas in och för vilket syfte. 
Användaren saknar insyn och kunskap. Det går att ifrågasätta hur det skapar 
problem för riktad onlinereklam, men allt och alla som utnyttjar och 
behandlar personuppgifter bidrar till problemet. Reklam finns dessutom 
överallt och exponeras för alla som använder internet, vilket gör att det är en 
integrerad del av det vardagliga livet. Att användare faktiskt inte vet vad som 
händer är ett stort problem som kan leda till ytterligare misstänksamhet och 
ifrågasättande.  
 
För riktad onlinereklam är integriteten en stark motståndare. I SOU 2018:1 
uttrycks det som att frågor väcks om den personliga integriteten. Kaltheuner 
och Bietti menar att profiler som används för att sälja annonsplatser kan 
bygga på felaktiga personuppgifter och därmed leda till orättvisa, 
diskriminerande eller partiska resultat. Det tyder på att profilering i syfte för 
att skapa riktad onlinereklam ställer integritetsproblematiken på sin spets. 
Integriteten är enligt EU inte skyddad, annars hade inte lagstiftningen 
behövts. Just när det gäller reklam är integriteten extra viktig i min mening, 
för reklamens syfte är att skapa mervärde och vinst till företag. 
Personuppgifterna utnyttjas för att företag ska kunna analysera vilka profiler 
som kommer att vara mest gynnsamma för dem. Med tanke på att användare 
rent generellt har dålig kunskap om hanteringen av personuppgifter, tycker 
jag också att integriteten bör väga tyngre än företagets vilja att exponera 
riktad onlinereklam. Såklart ska det finnas en konkurrenskraftig marknad, 
men ska den personliga integriteten vara priset för det?  
 
I MFL 6 § stadgas att marknadsföring inte ska påverka eller sannolikt påverka 
konsumentens förmåga att ta ett affärsbeslut. Enligt Veale och Edwards 
påverkar riktad onlinereklam förmågan att ta ett affärsbeslut då det minskar 
utbudet. Anledningen till varför en konsument ser en viss annons beror på ett 
förutspått framtida beteende baserat på tidigare surfbeteenden. Konsumenten 
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riktas automatiskt mot ett visst företag som köpt upp annonsyta då företaget 
anser att konsumenten är intresserad av deras produkter. Det blir ett problem 
eftersom företaget vet om att konsumenten är intresserad och när 
konsumenten senare ska införskaffa produkter är det möjligt att det blir från 
det företag som har köpt upp annonsyta på grund av igenkänningsfaktor.  
 
Enligt Konsumentverket blir det svårt att dra en skiljelinje när det är 
konsumentens förmåga att ta ett självständigt beslut och när reklamen 
påverkar beslutet. Hur vet vi i dessa lägen att konsumenten tar ett eget beslut 
och när beslutet påverkas av reklam? Det ska bedömas utifrån ett 
transaktionstest och en genomsnittskonsument enligt MFL 6 §, men frågan är 
hur rättssäkert resultatet blir när varje konsument får specifik reklam endast 
anpassad efter dem. Riktad onlinereklam har en inlåsningseffekt och det är 
inte osannolikt att konsumenter väljer det företag konsumenten känner igen 
från reklamen, vilket i sin tur leder till att det faktiska affärsbeslutet påverkas.  
 
Sammanfattningsvis anser jag att riktad onlinereklam är ett problem, 
bestående av flera faktorer.  
 
5.2 Behövs lagreglering?  
EU har ansett att lagreglering behövs med motivering att det ska stärka 
skyddet för den personliga integriteten och harmonisera dataskyddet. Jag 
anser att lagreglering är behövligt då det är svårt för individer att upptäcka 
otillbörlig riktad onlinereklam. Det går inte att kontrollera riktad 
onlinereklam som visas för en specifik användare eller grupp av användare 
på samma sätt som andra typer av reklam. Det leder till att praxis på området 
kan komma att utvecklas sakta och bidra till ökad osäkerhet i tillämpning. Det 
kommer att krävas uppmärksamma användare för att upptäcka otillbörlig 
riktad onlinereklam, vilket är svårt att uppnå med tanke på att de flesta 
användarna är omedvetna om hur ens personuppgifter används. Sedan är det 
en god idé med lagreglering på området då behandling av personuppgifter på 
internet kan ske oberoende landsgränser. Lagreglering kan öka tilliten till 
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företag eftersom det visar medborgarna att företagen har ett regelverk att 
följa, men det är beroende av om lagstiftningen är effektiv och ger en praktisk 
betydelse.  
 
5.3 Om GDPR artikel 22 är tillämplig  
Artikel 29-gruppen uttrycker i vägledningen att i de flesta fall kommer inte 
riktad onlinereklam ha betydande liknande effekter som krävs enligt GDPR 
artikel 22. Det är inte alla som håller med i artikel 29-gruppens slutsats om 
att riktad onlinereklam i de flesta fall inte kommer ha betydande effekt. Bietti 
och Kaltheuner anser att eftersom profileringen är påträngande, att det är 
möjligt att reducera publiken för reklamen på individnivå och att det kan leda 
till diskriminering gör att riktad onlinereklam har betydande effekt.  
 
Enligt Foster kommer rekvisitet betydande effekter bli avgörande för om 
GDPR artikel 22 är tillämplig eller inte. Den slutsatsen håller jag med om, 
med tanke på att reklam inte har de rättsliga effekter som avses i 
bestämmelsen. Vad betydande effekter innebär är oklart och framgår inte 
tydligt i GDPR eller i vägledningen. Artikel 29-gruppen uppmärksammar fyra 
situationer när riktad onlinereklam kan ha betydande effekt. De fyra 
situationerna utgör en typisk ”det beror på”-situation då rekvisiten är 
subjektiva. Vägledningen preciserar inte hur det skulle se ut i praktiken, vilket 
leder till att det är öppet för argumentation.  
 
Att det är otydligt när de subjektiva faktorerna, som artikel 29-gruppen 
presenterar, är tillämpliga är bra för då går det att anpassa regleringen efter 
det enskilda fallet och den tekniska utvecklingen. Samtidigt leder det till 
rättsosäkerhet och bristande förutsägbarhet. Att det är vaga kriterier och att 
de inte förklaras av artikel 29-gruppen är enligt min mening kontraproduktivt, 
då syftet med GDPR är att stärka tilliten och skydda den enskildes 
personuppgifter. Det är svårt att uppnå syftet om förutsägbarheten sätts på 
spel och kriterierna öppnar upp för argumentation. Jag tror att de flesta 
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individer föredrar en säker tillämpning, snarare än en större möjlighet för 
argumentation, speciellt när det gäller känsliga uppgifter om dem själva.  
 
Veale och Edwards anser att de subjektiva faktorerna som artikel 29-gruppen 
nämner är självklara och förnuftiga, men de ifrågasätter om situationerna 
verkligen ger betydande effekter. De menar att det är självklart att viss reklam 
är olämplig och opassande, men är det synonymt med betydande effekter? I 
viss mån håller jag med, vad ger egentligen betydande effekter är frågan. I 
vägledningen står det att endast seriösa effekter omfattas, men det framgår 
inte vad det är. Klart att nekande till sjukvård är en betydande effekt, men att 
exponeras för reklam – kan det ha en betydande effekt för individen? Reklam 
kan ignoreras och stoppas genom reklamblockerande program i webbläsaren. 
Sedan, hur ska företag veta när det ger betydande effekter för användaren och 
inte välja att köpa annonsyta hos en viss användare. Företag baserar sina köp 
av annonsyta på personuppgifter, men reklamhandeln sker helt automatiserat 
via datorer. Ska företag sitta och granska varje profil innan de exponerar sin 
reklam? Det är enligt min mening orimligt, hindrar hela den automatiska 
reklamhandeln och är mer integritetskränkande med tanke på att företag då 
går in och verkligen undersöker en användares personuppgifter genom den 
framtagna profilen.  
 
Hur de subjektiva faktorerna, som artikel 29-gruppen presenterar, kommer att 
bedömas i praktiken är omöjligt att säga. Det kommer praxis i framtiden att 
få utröna. En sak är säker – det är inte helt självklart när och hur de kommer 
tillämpas. Med tanke på att artikel 29-gruppen menar att riktad onlinereklam 
i de flesta fall inte kommer ha betydande effekt, bör en rimlig utgångspunkt 
vara att de subjektiva faktorerna kommer tillämpas restriktivt och att GDPR 
artikel 22 i de flesta fall inte kommer att gälla för riktad onlinereklam.  
 
I GDPR artikel 22.2 finns det tre lagliga grunder för att behandla 
personuppgifter, men för riktad onlinereklam kommer samtycket vara den 
enda lagliga grunden. Det då undantaget om nödvändigt på grund av avtal 
inte är aktuellt och det kommer antagligen inte bli tillåtet i EU-lag eller 
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medlemsstatslag, enligt Foster. Foster menar även på att samtycket kommer 
att vara svårt att få och det håller Ryan med om. Informationen som ska ges 
innan samtycket är enligt Ryan är omfattande och leder till att användare 
kommer att avstå från att samtycka. Det menar Ryan kommer leda till att neka 
samtycke kommer bli en bekvämlighet. Det stöder jag till viss del. Jag anser 
att det kommer vara svårt att få samtycke från användaren som faktiskt läser 
villkoren för samtycke. Användarna som inte läser villkoren och inte känner 
till metoden, kommer per automatik att godkänna. Det är problematiskt att 
samtycka per automatik med tanke på att det inte ökar medvetenhet eller 
kunskap hos användaren. Jag håller inte med om att avstå från att ge samtycke 
kommer bli den nya bekvämligheten som Ryan påstår, jag tror däremot att ge 
samtycke utan att läsa igenom är bekvämt. Det då begäran om samtycke 
kommer dyka upp innan användaren kommer åt funktionen eller hemsidan, 
då blir användaren irriterad och godkänner för att komma åt funktionen.  
 
Banterle tycker att få ett samtycke för att behandla personuppgifter är för 
betungande och endast för att samtycke finns betyder det inte att det är en 
försäkring om att användaren är med på noterna. Jag instämmer med Banterle, 
endast för att behandlaren har fått ett samtycke innebär det inte att användaren 
samtycker till allt. Användare rent generellt, skulle jag vilja påstå, läser inte 
igenom villkoren tillräckligt noga för att vara helt med på noterna. 
Användaren kommer börja att läsa, bli uttråkad, scrolla längst ner och trycka 
på ”jag samtycker” för att komma vidare. I den situationen när samtycke ska 
inhämtas är det troligt att samtycke krävs för att komma vidare till funktionen 
och då är det smidigare att bara samtycka. Samtidigt är det viktigt att få in ett 
verkligt samtycke, annars blir det ingen skillnad från idag och det är inte 
önskvärt. Enligt GDPR är det företagens uppgift att se till att samtycket är på 
riktigt. Behandlaren måste under hela processen kunna visa på samtycke eller 
annan laglig grund. Hur det ska ske är en annan fråga och hur långt 
skyldigheten sträcker sig är inte helt klart.  
 
Sammanfattningsvis anser jag att användaren som är insatt eller är intresserad 
kommer att läsa informationen för att sedan inte samtycka i de flesta fall med 
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förutsättning att funktionen de inte samtycker till inte förändras. De som 
samtycker gör det antagligen per automatik utan att ha läst igenom villkoren 
innan. Att samtycket ska vara en bekräftande handling gör enligt min mening 
ingen praktisk skillnad, då det kan räcka med att trycka i en ruta för att 
samtycka. Det undergräver samtyckets betydelse och är en problematik som 
måste lösas, både för den som inhämtar samtycket men även för lagstiftaren.   
 
Om GDPR artikel 22 är tillämplig och samtycket är den enda lagliga vägen 
för behandling finns det en risk för att företag väljer att fabricera mänsklig 
behandling för att slippa tillämpning av bestämmelsen. Artikel 29-gruppen 
menar att lösningen är att företag måste intyga om att den mänskliga 
behandlingen är betydelsefull och att den som behandlar uppgifterna har 
kompetens och auktoritet. Även om intyg inkommer, behöver det inte betyda 
något. För att verkligen veta om att det stämmer behövs tillgång till hela 
behandlingsprocessen, något som företag inte kommer vilja lämna ut då 
algoritmen är en affärshemlighet. Det kan säkert lösas med sekretess. Det 
återstår fortfarande en granskning, om det är många företag som intygar 
kommer det bli mycket arbete. Vem ska leda arbetet och kommer företagen 
att få stoppa processen medan granskningen pågår? Risken för fabricering 
finns och om samtycken inte ges, kommer fabriceringen att öka i min mening.  
 
GDPR artikel 22 kommer endast vara tillämplig i undantagsfall enligt artikel 
29-gruppen. När bestämmelsen är tillämplig bygger det på subjektiva och 
aningen vaga rekvisit. Det i sig skyddar inte integriteten. Om GDPR artikel 
22 är tillämplig skapar det problem med samtycke och eventuell fabricering. 
Samtyckets konstruktion undergräver den personliga integriteten, då 
användare är bekväma och antagligen kommer samtycka utan genomläsning. 
Det bidrar inte till kunskap, tillit och insikt. Den personliga integriteten 
skyddas genom kontroll över personuppgifter och användaren har inte 
kontroll om samtycke ges per automatik. Endast den medvetna användaren 
som läser igenom villkoren har koll på sina uppgifter och skyddar därmed sin 
personliga integritet.  
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5.4 Om GDPR artikel 22 inte är tillämplig  
Om GDPR artikel 22 inte är tillämplig gäller fortfarande resterande GDPR. 
Det innebär att GDPR artikel 6 gäller och där stadgas sex lagliga grunder för 
behandling av personuppgifter. Grunderna är bland annat de som räknas upp 
i GDPR artikel 22 men även ett berättigat intresse hos tredje part eller 
behandlaren. Ett berättigat intresse anser Banterle att behandlaren kan ha av 
att veta användarens preferenser för att kunna anpassa sina erbjudande, 
produkter och tjänster. Banterle anser att konsumenten förväntar sig att 
erbjudanden anpassas efter deras önskemål. Oavsett om företagen har ett 
berättigat intresse, innebär GDPR artikel 6 större möjligheter för företag att 
få behandla personuppgifter utan att användaren vet om det. Om företag kan 
anses ha ett berättigat intresse som väger tyngre än den enskildes rättigheter, 
enligt GDPR artikel 6.1f, behövs inget samtycke från användaren.  
 
Om företag inte behöver samtycke kommer det i förlängningen betyda att 
riktad onlinereklam inte kommer att förändras. Det är endast att köra på som 
vanligt. Användaren har rätt att bli bortglömd enligt GDPR artikel 17, men 
hur många kommer utnyttja rättigheten om användaren inte är medveten om 
vad som händer? Alla i samhällsdebatten är överens om att kunskapen är 
extremt låg och att företag inte behöver samtycke hjälper inte 
kunskapsbristen. Om det kan fortsätta i kulisserna precis som tidigare har inte 
GDPR uppfyllt sitt syfte med att skydda den personliga integriteten. GDPR 
blir på ett vis endast en reglering som är fin på pappret men som inte fungerar 
i praktiken. Det bör inte vara eftertraktat då riktad onlinereklam är ett problem 
i flera bemärkelser.  
 
5.5 Problem vid osäkerhet om GDPR artikel 22 är tillämplig 
Att det finns två vägar om hur GDPR ska tillämpas skapar problem. Hela 
syftet med GDPR är att stärka tilliten till skyddet för personliga uppgifter på 
internet, men det kommer gå förlorat om GDPR inte fungerar i praktiken. 
Frågan om tillämpligheten leder till en rättsosäkerhet, som i sin tur skadar 
förtroendet för hela lagregleringen. Rättsosäkerheten och misstron växer med 
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tanke på det är oklart när de subjektiva faktorerna är tillämpliga, om riktad 
onlinereklam har en betydande effekt och om företagen kan ha ett berättigat 
intresse av att behandla personuppgifterna.  
 
GDPR är inte helt tydlig och inte heller artikel 29-gruppens vägledning. Det 
kommer ta tid för praxis att dyka upp på EU-nivå, då det är svårt för den 
enskilde att avgöra om ens personuppgifter används på fel sätt i riktad 
onlinereklam. Att GDPR är oklar kan ha fördelar, med tanke på att det går att 
anpassa lagtexten efter utvecklingen inom området och det möjliggör större 
argumentationsfrihet. I detta fall är syftet med GDPR skydd för den 
personliga integriteten och dess garanti kommer bli en fråga från fall till fall 
beroende på om de subjektiva faktorerna är uppfyllda. Det bör bli en restriktiv 
tillämpning med tanke på att artikel 29-gruppen, som EU-kommissionen står 
bakom, påstår att riktad onlinereklam inte har betydande effekt i de flesta fall.  
 
5.6 Avslutande reflektioner  
Sammanfattningsvis anser jag att GDPR artikel 22 inte är lika effektiv för 
riktad onlinereklam som en lagreglering skulle kunna vara. Riktad 
onlinereklam är ett konstaterat och mångfacetterat problem.  Det behövs 
enligt min mening tydliga regler och skydd för integriteten. Det är inget som 
GDPR kommer att uppnå i dagens läge. Om GDPR artikel 22 är tillämplig 
beror det på vaga subjektiva rekvisit, då riktad onlinereklam enligt 
vägledningen inte har en betydande effekt i de flesta fall. Det innebär att 
samtycke kommer att fungera som den enda vägen ur GDPR artikel 22 och 
samtycket kommer antagligen ges per automatik av användare som inte har 
kunskap om profilering. Användarna som läser igenom villkoren kommer inte 
samtycka om inte funktionen förändras. Det innebär att om GDPR artikel 22 
är tillämplig förändrar bestämmelsen inte marknaden för riktad onlinereklam.  
 
Om GDPR artikel 22 inte är tillämplig, vilket den inte ska vara i de flesta fall 
enligt vägledningen, får företag större argumentationsfrihet om de legala 
grunder för behandling som stadgas i GDPR artikel 6. Det i sig innebär att det 
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inte föreligger ett förbud mot behandling, samtycke behövs inte om en annan 
legal grund föreligger och då kommer återigen marknaden för riktad 
onlinereklam fortsätta som vanligt.  
 
Slutligen kommer GDPR artikel 22 inte hjälpa problemet med integriteten 
oavsett om den är tillämplig eller inte, då riktad onlinereklam kommer att leva 
vidare som den gör nu. Det är ett problem ur integritetshänsyn då det handlar 
om uppgifter som användare antagligen inte vill att företag ska kunna ta reda 
på och sedan utnyttja för att skapa riktad onlinereklam. Jag tror dock inte att 
användare säger nej till att få ett erbjudande på något som hen har kollat på 
och varit intresserad av tidigare. Jag tycker inte att det finns en anledning till 
att utrota riktad onlinereklam helt, trots att den baseras på personuppgifter 
och att företag följer användarens steg på internet. Dock anser jag att 
kunskapen om riktad onlinereklam måste öka för att användaren ska kunna 
ge ett faktiskt samtycke, ta välgrundade affärsbeslut, behålla sin personliga 
integritet och för att GDPR ska få den genomslagskraft som behövs.  
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