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Media pembelajaran banyak jenis dan macamnya, dari yang paling sederhana 
dan murah hingga yang canggih dan mahal.Ada yang sudah tersedia untuk 
langsung dimanfaatkan dan ada yang sengaja dirancang. Saat ini teknologi 
komputer telah menawarkan peluang-peluang baru dalam proses pembelajaran 
baik di ruang kelas, belajar jarak jauh maupun belajar mandiri. Komputer 
memiliki fungsi yang sangat banyak dalam dunia pendidikan. Algoritma 
Electronic Code Book(ECB)merupakan salah satu teknik dalam kriptografi 
modern. Algoritma Electronic Code Book(ECB) beroperasi pada mode 
blockcipheryaitu membagi blok-blok bit plainteks. Pada algoritma Electronic 
Code Book  (ECB)setiap blok plainteks dienkripsi secara individual dan 
independen menjadi blok cipherteks. Salah satu metode pembelajaran yang 
berbantuan komputer yaitu Computer Assisted Instruction (CAI). Metode 
Computer Assisted Instruction (CAI) adalah suatu pembelajaran menggunakan 
program pendidikan yang dirancang khusus untuk bertindak sebagai perangkat 
ajar yang digunakan sebagai tutorial, latihan pembahasan dan untuk menyajikan 
topik pelajaran. CAI merupakan suatu cara penggunaan komputer secara 
langsung dalam proses pembelajaran sebagaimana pengganti buku dan pengajar 
(guru). Dengan menggunakan CAI, diharapkan cara belajar pengguna dapat 
diubah menjadi cara belajar yang lebih aktif, interaktif dan menarik 
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1. PENDAHULUAN 
Pada era globalisasi seperti sekarang, proses pembelajaran khususnya pada pembelajaran di perguruan tinggi, proses 
pembelajaran harus dapat mengikuti perkembangan zaman, namun harus tetap sesuai dengan standarisasi yang ada dimana 
proses pembelajaran diharapkan dilakukan secara timbal balik atau mahasiswa tidak hanya mampu menangkap hal yang 
dijelaskan, namun dapat memberikan feedback yang baik atas materi yang sedang dipelajari. 
 
Dalam perguruan tinggi khususnya jurusan teknik informatika terdapat  berbagai mata kuliah komputer. Salah satunya 
adalah mata kuliah kriptografi. Pada mata kuliah ini tedapat materi yang membahas tentang block cipher yang dalam 
algoritma ini sering mengalami permasalahan dalam pemahamannya. Salah satu mode yang ada dalam block cipher adalah 
mode Electronic Code Book (ECB).Algoritma Electronic Code Book (ECB)merupakan salah satu teknik dalam kriptografi 
modern. Algoritma Electronic Code Book(ECB) beroperasi pada mode blockcipheryaitu membagi blok-blok bit plainteks. 
Pada algoritma Electronic Code Book  (ECB) setiap blok plainteks dienkripsi secara individual dan independen menjadi blok 
cipherteks [1], [2].   
 
Hal ini berkaitan dengan isi dari mata kuliah tersebut yang tidak hanya membahas tentang teori, namun dibutuhkan 
pengalaman untuk prakteknya. Maka jalan keluar untuk permasalahan tersebut adalah  dengan merancang dan membangun 
sebuah sistem dimana dapat mencakupi materi yang ada secara utuh, tertata rapi namun tetap dapat dirasakan menarik oleh 
mahasiswa yang mengikuti proses pembelajaran. Pemenuhan kebutuhan kata yang menarik bagi mahasiswa inilah yang 
sebenarnya menjadi inti latar belakang, sehingga dalam merancang sistem yang menarik diperlukan penggabungan antara 
berbagai variabel, seperti variabel visualisasi, audio, dan gerakan animasi. Perancangan ini sendiri dibutuhkan ketelitian 
antara pembagian porsi bagi masing-masing variabel tersebut, sehingga sistem yang dihasilkan dapat menjadi suatu sistem 
yang menjadikan mahasiswa yang memakainya mengerti serta memahami materi yang ada dan dijelaskan, dan pada akhirnya 
mahasiswa dapat memberikan sebuah feedback terkait pembelajaran tersebut, walau pada hakekatnya tidak ada sistem yang 
100% benar-benar sempurna, sehingga diharapkan jika mendapat kendala lain, mahasiswa dapat mandiri dengan mencari 
jalan keluar atas permasalahan yang dihadapi diluar, seperti mencari dengan media internet, bertanya kepada dosen, dan lain 
sebagainya[3].  
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2. LANDASAN TEORI 
2.1 Pembelajaran 
Menurut Yusufhadi Miarso, dalam buku Martinis Yamin, pembelajaran adalah suatu usaha yang disegaja, bertujuan, dan 
terkendali agar orang lain belajar atau terjadi perubahan yang relatif menetap pada diri orang lain. Usaha tersebut dapat 
dilakukan oleh seseorang atau sekelompok orang yang memiliki kemampuan atau kompetensi dalam merancang dan atau 
mengembangkan sumber belajar yang diperlukan.Dapat pula dikatakan bahwa pembelajaran adalah usaha yang dilakukan 
oleh pendidik atau orang dewasa lainnya untuk mebuat pebelajar dapat belajar dan mencapai hasil belajar yang maksimal 
[4]. 
 
2.2.  Computer Assisted Instruction (CAI) 
CAI merupakan pengembangan dari pada teknologi informasi terpadu yaitu komunikasi (interaktif), audio, video, 
penampilan citra (image) yang dikemas dengan sebutan teknologi multimedia. Pada saat ini para pendidik sudah mulai 
mendapatkan akses untuk menggunakan berbagai macam teknologi guna meningkatkan efektifitas proses belajar dan 
mengajar. Komputer sebagai salah satu produk teknologi dinilai tepat digunakan sebagai alat bantu pengajaran. Dalam dua 
puluh lima tahun terakhir ini perkembangan CAI terutama dinegara maju sangatlah pesat. Banyak penelitian ekperimen 
tentang CAI telah dilakukan untuk mengevaluasi efektifitas berbagai program CAI [5], [6]. 
 
2.3. Prinsip Pengembangan Program Computer Assisted Instruction 
Pada prinsipnya langkah pertama dalam mengembangkan program CAI adalah menentukan metode apa yang akan 
digunakan. Penentuan metode tergantung dari jenis mata pelajaran itu sendiri, level kognitif yang akan dicapai, dan macam 
kegiatan belajarnya. Metode CAI dibedakan menjadi lima jenis, yaitu : Tutorial, Latihan dan Praktik, Simulasi dan 
Permainan[7]. 
1. Tutorial 
Program ini merupakan program yang dalam menyampaikan materinya dilakukan secara tutorial, sebagiamana 
layaknya tutorial yang dilakukan guru atau instruktur. Informasi yang beerisi suatu konsep disajikan dengan teks 
gambar baik diam atau bergerk, dan grafik. Pada saat yang tepat yaitu ketika dianggap bahwa siswa telah membaca, 
menginterprestasi dan menyerap konsep itu, diajukan serangkaian pertanyaan atau tugas. Jika jawaban atau respon 
siswa benar, kemudian dilanjutkan dengan materi berikutnya. Jika jawaban atau respon salah, maka siswa harus 
mengulangi konsep tersebut keseluruhan ataupun pada bagian-bagian tertentu saja atau siswa harus melakukan 
perbaikan atau remedial. Kemudian pada bagian akhir akan diberikan serangkaian pertanyaan yang merupakan teeks 
untuk mengukur tingkat pemahaman siswa atas konsep atau materi yang disampaikan. 
2. Latihan dan praktik 
Latihan dan praktik (drills and practice) untuk melatih siswa sehingga memiliki kemahiran dalam suatu keterampilan 
atau memperkuat penguasaan suatu konsep. Program penyediaan serangkaian soal atau pertanyaan yang ditampilkan 
secara acak, sehingga setiap kali digunakan maka soal atau pertanyaan yang tampil selalu berbeda atau dalam 
kombinasi yang berbeda. Program ini dilengkapi dengan jawaban yang benar beserta penjelasan sehingga diharapkan 
siswa dapat memahami suatu konsep tertentu. Pada bagian akhir, siswa dapat melihat skor akhir yang dicapai, sebagai 
indikator untuk mengukur tingkat keberhasilan dalam memecahkan soal-soal yang diajukan. 
3. Simulasi  
Simulasi berarti tiruan dari kondisi dan situasi sebenarnya, semakin tiruan semakin medekati aslinya maka semakin baik 
simulasi tersebut. Model simulasi membutuhkan akurasi data objek riil yang disimulasikan meski objek dalam simulasi 
dibuat miniature namun perlu disajikan skala perbandingannya, baik panjang, lebar, berat, bentuk maupun prosesnya. 
4. Permainan 
Materi dari permainan merupakan hal yang ingin diajarkan, sekaligus ia juga berperan sebagai motivator. Pendkatan 
motivasi, dibedakan antara motivasi intrinsik yaitu tidak ada reward diluar atau tanpa reward seperti “point” misalnya 
siswa menyenangi permainan tersebut. 
 
Sesudah menentukan metodenya, langkah selanjutnya ialah memperhatikan beberapa aspek penting dalam perencanaan 
program CAI ialah : 
1. Umpan balik 
Setelah memberikan respon, siswa harus segera diberi umpan balik. Umpan balik bisa berupa komentar, pujian, 
peringatan atau perintah tertentu bahwa respon siswa tersebut benar atau salah. Umpan balik akan semakin menarik 
daan menambah motivasi belajar apabila disertai ilustrasi suara, gambar atau video klip. 
2. Percabangan  
 KAKIFIKOM (KUMPULAN ARTIKEL KARYA ILMIAH FAKULTAS ILMU KOMPUTER  - VOL. 01  NO. 01 (APRIL 2019)  
Perancangan Perangkat Lunak Pembelajaran Pemahaman Algoritma Electronic Code Book Menggunakan  16 
Metode Computer Assisted Instruction. Oleh : Siti Hajar  
Percabangan adalah beberapa alternatif jalan yang perlu ditempuh oleh siswa dalam kegiatan belajarnya melalui 
program CAI. Program memberikan percabangan berdasarkan respon siswa. Misalnya, siswa yang selalu salah dalam 
menjawab pertanyaan meteri tertentu, maka program harus merekomendasikan untuk mempelajari lagi bagian tersebut. 
Atau bila siswa mencapai skor tertentu, siswa bisa langsung menuju ke tingkat atas dan sebaliknya. 
3. Penilaian 
Program CAI yang baik harus dilengkapi dengan aspek penilaian. Untuk mengetahui seberapa jauh siswa memahami 
materi yang dipelajari, pada setiap sub topik siswa perlu diberi tes atau soal latihan. 
4. Tampilan 
Disebabkan program CAI dikerjakan melalui layar monitor, maka perlu diperhatikan jenis informasi, komponen 
tampilan, dan keterbacaan. Jenis informasi yang ditampilkan bisa berupa teks, gambar, suara, animasi atau video klip. 
Ilustrasi dan warna bisa menarik perhatian siswa, tetapi bila berlebihan akan membuat siswa menjadi tidak fokus pada 
program tersebut. Satu layar bila mungkin berisi satu ide atau pokok bahasan saja. Komponen tampilah yang penting 
adalah identifikasi tampilan seperti nomor halaman, judul atau sub-judul yang sedang dipelajari, perintah-perintah 
seperti untuk maju, mundur, berhenti dan sebagainya. 
 
2.4.  Kriptografi 
Kriptografi (cryptography) berasal dari Bahasa Yunani: “cryptos” artinya “secret” (rahasia), sedangkan “graphein” artinya 
“writing” (tulisan), Jadi, kriptografi berarti “secret writing” (tulisan rahasia). Kriptografi adalah ilmu yang mempelajari 
teknik-teknik matematika yang berhubungan dengan aspek keamanan informasi seperti kerahasiaan, integritas data, serta 
otentifikasi[8]. 
 
2.5. Algoritma Electronic Code Book (ECB) 
Mode operasi block cipher yang paling sederhana adalah Electronic Code Book (ECB). Pada mode operasi ini, pola dari 
plainteks akan diketahui, karena blok plainteks yang sama. Sehingga jika cryptanalyst mengetahui bahwa hasil enkripsi blok 
plainteks “8d226acd” adalah “1c7ed351”, maka dia dapat dengan mudah mendekripsi cipherteks dengan bentuk yang sama, 
setiap kali cipherteks tersebut terlihat di dalam message[1]. Pada mode ini, setiap blok plainteks Pi dienkripsi secara 
individual dan independen menjadi blok cipherteks Ci. Secara matematis, enkripsi dengan mode ECB dinyatakan sebagai 
Ci=Ek  (Pi) dan dekrpsi sebagai Pi=Dk  (Ci).Yangdalam hal ini,K adalah kunci dan Pi dan Ci masing-masing blok plainteks 
dan cipherteks ke-i. 
Istilah “code book” didalam ECB muncul dari fakta bahwa karena blok plainteks yang sama selalu dienkripsi menjadi blok 
cipherteks yang sama, maka secara teoritis dimungkinkan membuat buku kode plainteks dan cipherteks yang 
berkoresponden. Namun, semakin besar ukuran blok, semakin besar pula buku kodenya. Misalkan jika blok berukuran 64 
bit, maka buku kode terdiri dari 264-1 buah kode (entry), yang berarti terlalu besar yang disimpan. Lagipula setiap kunci 
mempunyai buku kode yang berbeda. 
 
2.6.  Padding 
Ada kemungkinan panjang plainteks tidak habis dibagi dengan panjang ukuran blok yang ditetapkan (misalnya 64 bit atau 
lainnya). Hal ini mengakibatkan blok terakhir berukuran lebih pendek dari pada blok-blok lainnya. Satu cara untuk 
mengatasi hal ini adalah padding, yang menambahkan blok terakhir dengan pola bit yang teratur agar panjangnya sama 
dengan ukuran blok yang ditetapkan. Misalnya ditambahkan bit 0 semua, atau bit 1 semua, atau bit 0 dan bit 1 berselang-
seling[8]. 
 
2.7. Keuntungan dan Kelemahan Mode Electronic Code Book 
Keuntungan metode ECB [9][2]adalah:  
1. Karena tiap blok plainteks dienkripsi secara independen, maka kita tidak perlu mengenkripsi file secara linier. Kita 
dapat mengenkripsi 5 blok pertama, kemudian blok-blok diakhir, dan kembali ke blok-blok ditengah dan seterusnya. 
Mode ECB cocok untuk mengenkripsi arsip (file) yang diakses secara acak, misalnya arsip-arsip basis data. Jika basis 
data dienkripsi dengan mode ECB, maka sembarang record dapat dienkripsi atau didekripsi secara independen dari 
record lainnya (dengan asumsi setiap record terdiri dari sejumlah blok diskrit yang sama banyaknya). 
2. Jika satu atau lebih bit pada blok cipherteks mengalami kesalahan, maka kesalahan ini hanya mempengaruhi cipherteks 
yang bersangkutan pada waktu dekripsi. Blok-blok cipherteks lainnya bila didekripsi tidak terpengaruh oleh kesalahan 
bit cipherteks tersebut. 
Kelemahan mode ECB adalah : 
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1. Karena bagian plainteks sering berulang (sehingga terdapat blok-blok plainteks yang sama), maka hasil enkripsinya 
menghasilkan blok cipherteks yang sama. Bagian plainteks yang sering berulang misalnya kata-kata seperti (dalam 
bahasa Indonesia) dan, yang, ini, itu dan sebagainya. Di dalam e-mail pesan sering mengandung bagian yang redundan 
seperti setring 0 atau spasi yang panjang, yang bila dienkripsi maka akan menghasilkan pola-pola cipherteks yang 
mudah dipecahkan dengan serangan yang berbaris statistic (menggunakan frekuensi kemunculan blok cipherteks). 
Selain itu, e-mail mempunyai struktur yang teratur yang menimbulkan pola-pola yang khas dalam cipherteksnya. 
2. Pihak lawan dapat memanipulasi cipherteks untuk “membodohi” atau mengelabuhi penerima pesan. Manipulasi 
misalnya dengan menghapus beberapa buah blok atau menyisipkan beberapa buah blok cipherteks baru. 
3. HASIL DAN PEMBAHASAN 
3.1 Analisa 
Masalah yang dihadapi adalah bagaimana menyajikan sebuah materi pembelajaran yang lengkap dan menarik sehingga dapat 
mempermudah mahasiswa dalam memahami pelajaran, dalam hal ini belajar tentang mode Electronic Code Book (ECB) 
pada algoritma cipher block.Dimana materi yang akan disajikan adalah materi yang membahas tentang proses enkripsi dan 
dekripsi pada mode Electronic Code Book (ECB).Materi yang di ambil berdasarkan buku-buku, jurnal dan internet. Agar 
penyajian materi dapat terstruktur dan menarik maka dibutuhkan suatu cara yaitu dengan menggunakan metode Computer 
Assisted Instruction (CAI) atau mengajar dengan menggunakan bantuan komputer, dimana komputer sebagai sarana utama 
atau alat bantu yang menampilkan objek yang di ajarkan, yang di sertakan dengan video dan audio sehingga mahasiwa dapat 
lebih memahami dan menguasai materi pembelajaran. 
Penyajian materi akandisajikan melalui tutorial terlebih dahulu, adapun isi dari tutorial tersebut yaitu: 
1. Pengenalan 
2. Penyajian materi 
3. Contoh soal 
4. Pertanyaan dan respons 
 
3.2 Electronic Code Book (ECB) 
Electronic Code Book (ECB)adalah mode operasi block cipher yang paling sederhana. Pada mode operasi ini, pola dari 
plainteks akan diketahui, karena blok plainteks yang sama. Sehingga jika cryptanalyst mengetahui bahwa hasil enkripsi blok 
plainteks “8d226acd” adalah “1c7ed351”, maka dia dapat dengan mudah mendekripsi cipherteks dengan bentuk yang sama, 
setiap kali cipherteks tersebut terlihat di dalam message. 
Ketahuilah jika mode yamg paling sederhana ini tidak dipahami maka akan sulit untuk memahami mode block cipher yang 
lain. 
Pada model ECB ini, setiap blok plainteks dienkripsi secara individual dan independen. Secara matematis, enkripsi dengan 
mode ECB dinyatakan sebagai 
Ci= EK(Pi) 
dan dekripsi sebagai 
Pi= DK(Ci) 
yang dalam hal ini,K adalah kunci danPidan Ci masing-masing blok plainteks dan cipherteks ke-i. 
 
Gambar di bawah memperlihatkan enkripsi dan dekripsi dua buah blok plainteks, P1 dan P2dan dua buah blok cipherteks C1 
dan C2 dengan mode ECB, yang dalam hal ini E menyatakan fungsi enkripsi yang melakukan enkripsi terhadap blok 
plainteks dengan menggunakan kunci Kdan D menyatakan fungsi dekripsi yang melakukan dekripsi terhadap blok 
cipherteksdengan mengunaka kunci K. 
Padding 
 
Ada kemungkinan panjang plainteks tidak habis dibagi dengan panjang ukuran blok yang ditetapkan (misalnya 64 bit atau 
lainnya). Hal ini mengakibatkan blok terakhir berukuran lebih pendek dari pada blok-blok lainnya. Satu cara untuk 
mengatasi hal ini adalah padding, yang menambahkan blok terakhir dengan pola bit yang teratur agar panjangnya sama 
dengan ukuran blok yang ditetapkan. Misalnya ditambahkan bit 0 semua, atau bit 1 semua, atau bit 0 dan bit 1 berselang-
seling. 
Adapun langkah-langkah dalam cipher block adalah: 
1. Konversikan setiap karakter plainteks maupun kunci ke biner. 
2. Kelompokkan seluruh biner plainteks dimana jumlah bit setiap kelompok sesuaikan dengan ketentuan soal. 
3. Jumlah bit kunci harus sama dengan jumlah bit setiap kelompok biner plainteks atau cipherteks. 
4. Lakukan operasi XOR antara kelompok-kelompok plainteks dengan kunci. 
5. Konversikan hasil XOR tersebut ke hexadecimal. 
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Contoh Soal 
Program akan memberikan contoh soal pada tutorial ini. Setelah menerima materi yang telah disampaikan, maka siswa harus 
memahami contoh soal yang diberikan agar dapat lebih memahami proses-proses penyelesaian pada suatu kasus yang 
diberikan. Adapun contoh soal yang akan diberikan adalah: 
Contoh 1 
Plainteks: STMIK 
Kunci: 5 
Jumlah bit setiap kelompok: 4 
Enkripsi dan dekripsi dengan operasi XOR 
  
- Enkripsi 
S  T  M  I  K 
01010011 01010100 01001101 01001001 01001011 
Kunci: 5= 0101 
Bagi menjadi 4 bit per blok: 
0101 0011 0101 0100 0100 1101 0100 1001 0100 1011 
K 0101 0101 0101 0101 0101 0101 0101 0101 0101 0101 
0000 0110 0000 0001 0001 1000 0001 1100 0001 1110 
HEX 0 6 0 1 1 8 1 C 1 E 
C1 C2 C3 C4 C5 C6 C7 C8 C9 C10 
Maka hasil enkripsi STMIK adalah 0601181C1E 
 
- Dekripsi 
0 6 0 1 1 8 1 C 1 E 
0000 0110 0000 0001 0001 1000 0001 1100 0001 1110 
K 0101 0101 0101 0101 0101 0101 0101 0101 0101 0101  
 0101 0011 0101 0100 0100 1101 0100 1001 0100 1011 
Kelompokkan menjadi 8 bit per kelompok; 
 01010011 01010100 01001101 01001001 01001011 
 P1  P2  P3  P4  P5 
Char: S  T  M  I  K 
  
Dan hasil dekripsi dari proses yg telah di enkripsi ternyata benar, menghasilkan pesan STMIK. 
Contoh 2 
Plainteks (dalam biner): 
10100010001110101001 (A23A9 dalam notasi HEX) 
Bagi plainteks menjadi blok-blok yang berukuran 4 bit: 
1010 0010 0011 1010 1001 
Kunci 4 bit : 1011 
 
misalkan fungsi enkripsi Eyang sederhana (tetapi lemah) adalah dengan meng-XOR-kan blok plainteks P1 dengan K, 
kemudian geser secara wrapping bit-bit dari P1    Ksatu posisi ke kiri.proses enkripsi untuk setiap blok digambarkan sebagai 
berikut: 
  1010 0010 0011 1010 1001 
Kunci  1011 1011 1011 1011 1011 
Hasil XOR: 0001 1001 1000 0001 0010 
 
Geser 1 bit ke kiri: 0010 0011 0001 0010 0100 
Dalam notasi HEX: 2 3 1 2 4 
Jadi, hasil enkripsi plainteks 
 10100010001110101001 (A23A9) 
adalah 
 00100011000100100100 (23124) 
 
Catatlah bahwa blok plainteks yang sama selalu di enkripsi menjadi cipherteks yang sama. Seperti contoh di atas, blok 1010 
muncul 2 kali dan selalu di enkripsi menjadi 0010.  
 
 KAKIFIKOM (KUMPULAN ARTIKEL KARYA ILMIAH FAKULTAS ILMU KOMPUTER  - VOL. 01  NO. 01 (APRIL 2019)  
Perancangan Perangkat Lunak Pembelajaran Pemahaman Algoritma Electronic Code Book Menggunakan  19 
Metode Computer Assisted Instruction. Oleh : Siti Hajar  
3.3. Pertanyaan dan Respons 
Adanya pertanyaan dalam program tutorial dimaksudkan agar siswa selalu memperhatikan materi yang dipelajarinya serta 
untuk menilai sejauh mana kemampuan siswa untuk mengingat dan memahami pelajaran tersebut, sedangkan respons 
diberikan untuk menganalisa jawaban siswa. Adapun pertanyaan sederhana yang akan di tampilkan pada tutorial ini dalam 
bentuk pilihan ganda, yaitu: 
1. Bagaimana langkah pertama dalam cipher block? 
a. Mengelompokkan seluruh biner 
b. Melakukan operasi XOR antara plainteks dan kunci 
c. Mengkonversikan setiap karakter plainteks maupun kunci ke biner. 
d. Mengkonversikan hasil XOR ke hexadecimal. 
2. Penambahan blok terakhir dengan pola bit yang teratur agar panjangnya sama dengan ukuran blok yang ditetapkan 
disebut? 
a. Plainteks  c. Enkripsi 
b. Padding  d. Dekripsi 
3. Pada proses enkripsi plainteks, dalam notasi apa cipherteks yang dihasilkan? 
a. Decimal  c. Hexadecimal 
b. Biner  d. Octal 
4. Proses mengembalikan cipherteks menjadi plainteks semula dinamakan? 
a. Enkripsi  c. Enkripsi dan Dekripsi 
b. Dekripsi  d. Semua benar 
5. Jika kunci dari penyandian adalah 5, berapakah biner dari 5? 
a. 0101  c. 0111 
b. 0011  d. 0110 
Setelah siswa menjawab pertanyaan yang diberikan, maka program akan merespon atau menilai jawaban siswa yang 
berfungsi untuk mengevaluasi hasil belajar siswa. 
 
3.4. Model Latihan Dan Praktek 
CAI tipe latihan merupakan teknik pembelajaran yang bertujuan untuk memberikan pengalaman-pengalaman belajar pada 
user melalui penyediaan latihan yang disediakan oleh sistem.Program menyediakan serangkaian soal atau pertanyaan yang 
terdiri dari 3 soal. Dengan latihan yang berulang-ulang akan membuat siswa lebih terampil, cepat dan tepat melakukan 
enkripsi dan deskrpsi menggunakan mode ECB. 
 
Adapun tahapan model pembelajaran praktek dan latihan (drill and practice) ini adalah sebagai berikut: 
1. Penyajian masalah-masalah dalam bentuk latihan soal-soal yaitu: 
Soal 1 : plainteks: BUDI 
  Kunci: 5 
  Jumlah bit setiap kelompok: 4 
  Enkripsi dan dekripsi dengan operasi XOR 
Soal 2 : plainteks: KUDA 
  Kunci: Z 
  Jumlah bit setiap kelompok: 8 
  Enkripsi dengan operasi XOR 
Soal 3 : plainteks: CINTA 
  Kunci: 7 
  Jumlah bit setiap kelompok: 8 
  Enkripsi dan dekripsi dengan operasi XOR 
2. Mahasiswa mengerjakan soal-soal latihan. 
3. Program merekam atau menyimpan hasil jawaban siswa, mengevaluasi kemudian memberi umpan balik. 
4. Pada akhir program latihan maka akan muncul skor atau nilai  yang telah diperoleh siswa. 
  
Jawaban 1:  
Enkripsi: 
B  U  D  I 
01000010 01010101 01000100 01001001 
Kunci: 5= 0101 
Jumlah bit setiap kelompok: 4 
 0100 0010 0101 0101 0100 0100 0100 1001  
K  0101 0101 0101 0101 0101 0101 0101 0101 
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 0001 0111 0000 0000 0001 0001 0001 1100 
HEX 1 7 0 0 1 1 1 C 
Maka hasil enkripsi BUDI adalah 1700111C 
 
Dekripsi: 
 1 7 0 0 1 1 1 C 
 0001 0111 0000 0000 0001 0001 0001 1100 
K 0101 0101 0101 0101 0101 0101 0101 0101 
 0100 0010 0101 0101 0100 0100 0100 1001 
 
Untuk menentukan plainteks maka hasil XOR dikelompokkan menjadi 8 bit per kelompok agar jumlah kelompok lebih 
sedikit. 
 01000010 01010101 01000100 01001001 
Char B  U  D  I 
Maka hasil dekripsi dari 1700111C adalah BUDI 
 
Jawaban 2: 
K  U  D  A 
01001011 01010101 01000100 01000001 
Kunci: Z= 01011010 
Jumlah bit setiap kelompok: 8 
 01001011 01010101 01000100 01000001 
K 01011010 01011010 01011010 01011010 
 00010001 00001111 00011110 00011011 
HEX 11  F  1E  1B 
Maka hasil enkripsi KUDA adalah 11F1E1B 
  
Jawaban 3: 
Enkripsi  
 C  I  N  T  A 
 01000011 01001001 01001110 01010100 01000001 
 Kunci: 7= 00110111 
 Jumlah bit setiap kelompok: 8 
 01000011 01001001 01001110 01010100 01000001 
K 00110111 00110111 00110111 00110111 00110111 
 01110100 01111110 01111001 01100011 01110110 
HEX 74  7E  79  63  76 
Maka hasil enkripsi CINTA adalah 747E796376 
Dekripsi 
 74  7E  79  63  76 
 01110100 01111110 01111001 01100011 01110110 
K 00110111 00110111 00110111 00110111 00110111 
 01000011 01001001 01001110 01010100 01000001 
Char C  I  N  T  A 
Maka hasil dekripsi dari 747E796376 adalah CINTA 
 
3.5. Model Simulasi 
Model simulasi pada dasarnya merupakan salah satu model CAI yang bertujuan memberikan pengalaman belajar yang lebih 
kongkrit melalui penciptaan simulasi-simulasi simbol visual. 
1. Simulasi berarti tiruan dari kondisi dan situasi sebenarnya, semakin tiruan semakin medekati aslinya maka semakin 
baik simulasi tersebut. 
2. Model simulasi membutuhkan akurasi data objek riil yang disimulasikan meski objek dalam simulasi dibuat miniatur 
namun perlu disajikan skala perbandingannya, baik panjang, lebar, berat, bentuk maupun prosesnya. 
3. Model simulasi menuntut interaksi siswa lebih tinggi, ketika mempelajari materi melalui simulasai siswa tidak hanya 
melihat namun terlibat langsung berinteraksi dengan program. Contoh isi dari simulasi ini adalah menampilkan video 
beserta audio proses enkripsi dan dekripsi mode Electronic Code Book(ECB) dengan menggunakan gerakan animasi. 
 
3.5. Model Games 
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Model permainan dikembangkan berdasarkan atas “pembelajaran yang menyenangkan”, dimana peserta didik akan 
dihadapkan pada beberapa petunjuk dan aturan permainan. Pada model pembelajaran berbasis permainan, permainan 
didesain untuk membangkitkan kegembiraan pada siswa sehingga dapat meningkatkan kemungkinan tersimpannya lebih 
lama konsep materi pelajaran, Materi dari permainan merupakan hal yang ingin diajarkan, sekaligus berperan sebagai 
motivator. Dalam model permainan ini, siswa akan berinteraksi dengan sistem, dengan cara memberi jawaban atau respon 
yang sesuai dengan permainan. 
 
Contoh isi dari permainan dalam pembelajaran ini adalah sistem menyediakan proses enkripsi dan dekripsi tetapi dengan 
bagian yang belum lengkap lalu mahasiswa melengkapi kata yang hilang pada bagian tersebut. 
Kata berwarna kuning adalah kata yang hilang. 
  
Games 1:  
Plainteks:………? 
Dekripsi:6 3 7 A 6 7 7 2 
0110 0011 0111 1010 0110 0111 0111 0010 
K 0011 0011 0011 0011 0011 0011 0011 0011 
0101 0000 0100 1001 0101 0100 0100 0001 
Kelompokkan menjadi 8 bit per kelompok: 
 01010000 01001001 01010100 01000001 
 P  I  T  A 
Games 2 
Plainteks:……..? 
Dekripsi:  13  17  08  11 
  00010011 00010111 00001000 00010001 
K  01011000 01011000 01011000 01011000 
  01001011 01001111 01010000 01001001 
  K  O  P  I 
Games 3 
Plainteks:……? 
Dekripsi:1 5 0 C 1 B 1 6 
  0001 0101 0000 1100 0001 1011 0001 0110 
K  0101 1010 0101 1010 0101 1010 0101 1010 
  0100 1111 0101 0110 0100 0001 0100 1100 
Kelompokkan menjadi 8 bit per kelompok: 
 
  01001111 01010110 01000001 01001100 
  O  V  A  L  
Games 4 
Plainteks:……..? 
Dekripsi:       01  10  03  18  02 
      00000001 00010000 00000011 00011000 00000010 
K      01010001 01010001 01010001 01010001 01010001 
      01010000 01000001 01010010 01001001 01010011 
      P  A  R  I  S 
Games 5 
Plainteks:………? 
 
Dekripsi:        0E  06  07  02  0D 
       00001110 00000110 00000111 00000010 00001101 
       01000011 01000011 01000011 01000011 01000011 
       01001101 01000101 01000100 01000001 01001110 
       M  E  D  A  N  
 
 3.6. Implementasi 
Aplikasi pembelajar  dibangun menggunakan softwaremacromadiaflash 8. Berikut hasil dari implementasi aplikasi 
keseluruhan : 
1. Halaman utama aplikasi pembelajaran 
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Gambar 1 : Halaman Utama 
 
2. Halaman materi aplikasi pembelajaran 
Form materi menyajikan materi-materi yang akan dipelajari oleh peserta didik. Adapun tampilan dari form materi adalah 
sebagai berikut: 
 
 
Gambar 2 : Tampilan Halaman Materi 
5. KESIMPULAN 
Setelah menyelesaikan perancangan aplikasi pembelajaran algoritma Electronic Code Book (ECB) ini, maka penulis dapat 
menarik kesimpulan sebagai berikut : 
1. Penyajian Materi pada pembelajaran algoritma Electronic Code Book (ECB) disajikan dalam bentuk tutorial yang di 
dalamnya terdapat materi tentang pengenalan kriptografi, enkripsi dan dekripsi, serta penjelasan algoritma Electronic 
Code Book (ECB) secara keseluruhan beserta contoh-contoh soalnya. 
2. Metode Computer Assisted Instruction (CAI) yang diterapkan dalam pembelajaran algoritma Electronic Code Book 
(ECB) ini meliputi beberapa tipe yaitu, tipe tutorial, latihan dan praktek, simulasi, dan games. 
3. Aplikasi pembelajaran algoritma Electronic Code Book (ECB) yang telah dirancang dapat mencakup materi secara 
utuh, tertata rapi namun tetap dapat dirasakan menarik oleh mahasiswa yang mengikuti proses pembelajaran. 
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