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Security policy configuration on the computer network LAN (Local Area Network) Palcomtech 
Polytechnic have come to the use of a standard protocol Link Aggregation Control Protocol 
(LACP) which then adopted or developed by one of the vendors Cisco computer networking, Inc. by 
introducing service Etherchannel, which services this is an Etherchannel trunking technology used 
by Cisco's catalyst switches to combine multiple physical ports into a single logical line in a single 
port group and if one port or line breaks then the port group will still work using the path or port 
to another. Network security and authentication service with the addition of the implement Link 
Aggregation Control Protocol (LACP) that is configured by using the protocols of the 
Etherchannel is to note that the network VLAN on STMIK Palcomtech and polytechnics can have 
security aspects which are more optimal design using method called PPDIOO (Prepare, Plan, 
Design, Implement, Operate, and Optimize). 
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1. PENDAHULUAN  
1.1. Latar Belakang  
Pertumbuhan pengguna jaringan internet 
saat ini telah meluas secara massive dan 
tersebar di seluruh dunia. Jumlah pengguna 
internet di Asia saat ini telah mencapai 1 milyar 
pengguna, (44,8%) dari total populasi penduduk 
Asia sebanyak 3,9 milyar jiwa, dalam arti 
pertumbuhan internet dari tahun 2000-2012 
meningkat dengan sangat cepat (mencapai 
841,9%) dalam kurun waktu 12 tahun terakhir 
(Internet World Stats, 2012).  
Fenomena pertumbuhan pengguna internet 
dalam skala global tersebut, seiring dengan 
pertumbuhan pengguna internet khususnya 
yang ada di Indonesia, hal ini dapat kita lihat 
dari data statistik yang diberikan oleh APJII 
(Asosiasi Penyelenggara Jasa Internet 
Indonesia) bahwa pengguna internet di 
Indonesia pada tahun 2012 telah mencapai 63 
juta jiwa (APJII, 2012).  
Berdasarkan data yang menunjukkan 
pertumbuhan pengguna internet tersebut, maka 
kebutuhan akan layanan keamanan jaringan 




pemanfaatan pengiriman data dan informasi, 
dimana jaminan akan kerahasiaan (secret) dan 
ketersediaan data (availability) yang akurat 
akan menjadi isu yang sangat penting bagi 
kredibilitas dan kepercayaan suatu perusahaan 
atau organisasi.  
 STMIK  dan  Politeknik  Palcomtech  
Palembang, sebagai salah satu stake holder 
yang menyediakan layanan pendidikan berbasis 
komputer dan internet, sangatlah bergantung 
pada layanan jaringan komputer yang memiliki 
kinerja (performance) yang tinggi, memiliki 
keamanan yang terjamin dan kinerja yang tinggi 
bukan hanya dilihat dari aspek besaran 
bandwidth saja, tetapi juga bagaimana 
kebijakan keamanan (policy) atas pemanfaatan 
jaringan tersebut dirancang, akan sangat 
berpengaruh terhadap reliabilitas jaringan 
tersebut.  
Penggunaan protokol standar Link 
Aggregation Control Protocol (LACP) 
kemudian di adopsi atau dikembangkan oleh 
salah satu vendor jaringan komputer Cisco,Inc 
dengan memperkenalkan layanan Etherchannel, 
dimana layanan Etherchannel ini adalah suatu 
teknologi trunking yang digunakan oleh switch 
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Cisco catalyst untuk menggabungkan beberapa 
physical port menjadi satu jalur logika dalam 
satu buah port group, dan jika salah satu port 
atau jalur rusak maka port group akan tetap 
bekerja menggunakan jalur atau port yang lain.  
Berdasarkan uraian diatas, penulis 
kemudian mengarahkan penelitian ini untuk 
melakukan simulasi dan perancangan keamanan 
autentikasi  layanan Link Aggregation Control 
Protocol (LACP) yang dikonfigurasi dengan 
menggunakan protokol Etherchannel sehingga 
jaringan VLAN pada STMIK dan Politeknik 
Palcomtech dapat memiliki aspek performance 
yang lebih optimal (bakcbone Link dengan 
kapasitas bandwidth yang besar karena 
menggunakan konsep aggregasi) dan redundant 
Link (adanya backup Link ketika terjadi 
failover). Pendekatan /metode pengembangan 
yang digunakan adalah menggunakan metode 
perancangan PPDIOO (Prepare, Plan, Design, 
Implement, Operate, and Optimize).  
 
1.2 Rumusan Masalah  
Berdasarkan latar belakang yang telah 
diuraikan tersebut, maka rumusan masalah 
dalam penelitian ini adalah “Bagaimana 
melakukan simulasi dan perancangan keamanan 
autentikasi jaringan hirarki Link Aggregation 
Control Protocol berbasis router Cisco pada 
STMIK dan Politeknik Palcomtech.  
  
1.3 Batasan Masalah  
Adapun ruang lingkup penelitian ini adalah:  
1.Penulis hanya membatasi penelitian ini 
dengan merancang model jaringan 
berhirarki yang terdiri dari core layer, 
distribution layer dan access layer.  
2. Penulis melakukan konfigurasi 
autentikasi keamanan pada simulasi 
untuk setiap perangkat router dan switch 
trunking 
2.Penggunan metode PPDIOO (Prepare, 
Plan, Design, Implement, Operate, and 
Optimize), sebagai metode 
pengembangan jaringan komputer Inter 
VLAN pada STMIK dan Politeknk 
Palcomtech, dan Penulis membatasi 
penelitian ini hanya sampai pada tahapan 
prepare, plan, design dan implement.  
3.Penggunaan aplikasi Packet Tracer 6.0.1 
sebagai alat bantu (tool) dalam 
merancang arsitektur jaringan 
Etherchannel, dengan konsep Link 
Aggregation Control Protocol (LACP) 
dan menggunakan protokol Cisco 
Etherchannel.   
1.4 Tujuan Penelitian  
Tujuan Penelitian ini adalah sebagai 
berikut:   
Adapun tujuan dari penelitian ini adalah 
melakukan simulasi dan merancang keamanan 
autentikasi jaringan hirarki Link Aggregation 
Control Protocol berbasis Cisco pada STMIK 
dan Politeknik Palcomtech, untuk menjadi 
bahan referensi pengembangan dan evaluasi 
jaringan komputer pada STMIK dan 
Politeknik Palcomtech, sehingga memiliki 
keamanan jaringan trunking yang terjamin 
dan  tepercaya (reliable). 
 
1.5 Manfaat Penelitian  
Adapun manfaat dari penelitian adalah 
sebagai berikut :   
1. Menerapkan keamanan pada  jaringan 
komputer yang mencakup jaringan 
Inter VLAN   pada STMIK dan 
Politeknik Palcomtech.      
2. Menghasilkan suatu simulasi dan 
perancangan keamanan autentikasi 
jaringan dengan konsep Link  
Aggregation Control Protocol 
berbasis perangkat Cisco sehingga 
jaringan VLAN STMIK dan 
Politeknik Palcomtech memiliki 
keamanan jaringan trunking yang 
terjamin dan  tepercaya (reliable). 
 
1.6 Landasan Teori  
1.6.1 Pengertian Etherchannel  
Menurut Conlan (2009, p57), Etherchannel 
adalah sebuah teknik antara switch dengan 
switch (switch to switch), yang memberikan 
beberapa layanan Link secara multipleks 
melalui port-port switch pada fast atau gigabit 
ethernet (kartu jaringan), ke satu jalur logikal. 
Etherchannel dapat digunakan untuk 
meningkatkan kapasitas bandwidth pada sebuah 
koneksi ke single server. Etherchannel adalah 
sebuah metode lintas platform yang mendukung 
load balancing, diantara perangkat servers, 
switches dan routers. Etherchannel dapat 
melakukan kombinasi dua, empat, atau delapan 
port (tergantung daripada platform switch) 
menjadi satu logical Link yang terhubung dan 
dapat juga sekaligus sebagai redundant (backup 
Link).  
Menurut (Cisco System,Inc) adapun 
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a. Berbasis Standards IEEE 802.3 
compliant Ethernet  
  
Teknologi Cisco Etherchannel 
dibangun berdasarkan protokol IEEE 
802.3-compliant Ethernet, dengan 
pengelompokan beberapa full-duplex 
point-to-point Link secara 
bersamasama. Teknologi Etherchannel 
menggunakan mekanisme IEEE 802.3 
untuk full-duplex autonegotiation, dan 
autosensing ketika layanan tersebut 
dibutuhkan.  
  
b. Multiple platforms  
  
Teknologi Cisco Etherchannel  
sangatlah fleksibel dan dapat 
digunakan di mana saja, bahkan dalam 
jaringan yang sering terjadi hambatan. 
Dapat digunakan di jaringan untuk 
meningkatkan bandwidth antara 
switch, dan antara router dan switch, 
serta menyediakan scalable bandwidth 
untuk server jaringan, seperti server 
UNIX atau PC berbasis Web server.  
  
c. Fleksibel  dalam  meningkatkan 
bandwidth  
  
Teknologi Cisco Etherchannel 
menyediakan agregasi bandwidth 
dalam kelipatan dari 100 Mbps, 1 
Gbps atau 10 Gbps, tergantung pada 
kecepatan Link agregat. Sebagai 
contoh, admin jaringan dapat 
menerapkan teknologi Etherchannel 
yang terdiri dari pasangan Fast 
Ethernet Link full-duplex untuk 
memberikan lebih dari 400 Mbps 
antara kabel dan data center. Di data 
center, bandwidth hingga 800 Mbps 
dapat disediakan antara server dan 
jaringan tulang punggung (backbone) 
untuk memberikan dan meningkatkan 
sejumlah bandwidth yang scalable.  
  
d. Load Balancing  
  
Teknologi Cisco Etherchannel terdiri 
dari beberapa Fast Ethernet Link dan 
mampu melakukan load balancing lalu 
lintas Link tersebut, baik itu dengan 
metode Unicast, Broadcast, dan 
Multicast hingga merata di seluruh 
Link, memberikan kinerja yang lebih 
tinggi dan jalur paralel backup. Ketika 
Link mengalami kegagalan, lalu lintas 
diarahkan ke Link yang tersisa tanpa 
campur tangan pengguna (user) dan 
dengan paket hilang (packet loss) yang 
minimal.  
  
e. Ketahanan dan konvergensi yang cepat  
  
Ketika Link mengalami kegagalan, 
teknologi Cisco Etherchannel menyediakan 
pemulihan otomatis oleh redistributing 
beban di seluruh Link tersisa. Ketika Link 
gagal, teknologi Cisco Etherchannel akan 
mengarahkan lalu lintas dari Link gagal ke 
Link tersisa, dalam waktu kurang dari satu 
detik. Konvergensi ini merupakan bersifat 
transparan kepada pengguna (user).  
  
f. Kemudahan manajemen  
  
Teknologi Cisco Etherchannel mengambil 
keuntungan dari pengalaman produk Cisco, 
yang dikembangkan selama bertahun-tahun 
dalam pemecahan masalah, dan 
mempertahankan jaringan Ethernet. Ada 
banyak terdapat jaringan yang digunakan 
untuk manajemen lalu lintas dan 
melakukan pemecahan masalah, dan 
aplikasi manajemen seperti CiscoWorks 
dan aplikasi manajemen pihak ketiga yang 
sekarang mengakui teknologi 
Etherchannel.  
  
g. Transparan untuk aplikasi jaringan  
  
Teknologi Cisco Etherchannel tidak 
memerlukan perubahan aplikasi jaringan. 
Ketika Etherchannel digunakan dalam 
kampus, switch dan router akan 
menyediakan load balancing beberapa Link 
yang bersifat transparan untuk pengguna 
jaringan.  
 Untuk  mendukung  teknologi  
Etherchannel pada kelas enterprise server 
dan kartu antarmuka jaringan, perangkat 
lunak smart driver dapat 
mengkoordinasikan distribusi beban di 
beberapa antarmuka jaringan.  
  
h. Compatible dengan Cisco IOS ®  
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Cisco Etherchannel memiliki koneksi 
yang kompatibel sepenuhnya dengan 
Cisco IOS virtual LAN (VLAN) dan 
routing teknologi. Inter-Switch Link 
(ISL) VLAN Trunking Protocol (VTP) 
dapat membawa beberapa VLAN pada 
Etherchannel Link.  
  
i. Kompabilitas 100 Megabit, 1 Gigabit,  
dan 10 Gigabit Ethernet  
  
Teknologi Cisco Etherchannel tersedia 
dalam semua kecepatan Ethernet Link.  
Teknologi Etherchannel 
memungkinkan admin jaringan untuk 
menyebarkan jaringan dengan lancar 
melalui dukungan ketersediaan 
teknologi generasi berikutnya, berbasis 
standar Ethernet protocol.  
  
j. Dukungan kompabilitas dengan 
konverter antarmuka Gigabit Coarse 
Wavelength Division Multiplexing  
(CWDM) Secara bersamaan 
menerapkan teknologi Gigabit 
Etherchannel dan CWDM, admin 
jaringan dapat meningkatkan Link 
bandwidth mereka tanpa harus 
berinvestasi menggunakan media fiber 
optic. CWDM teknologi 
memungkinkan lalu lintas yang 
dikumpulkan oleh Cisco Etherchannel 
Link ke multiplexed pada satu kabel 
fiber optic.  
  
1.6.2 Topologi Cisco Etherchannel Pada 
gambar 1 menunjukkan beberapa 
penerapan umum teknologi Cisco 
Etherchannel, dan bagaimana teknologi 
Cisco Etherchannel ini memecahkan 
persoalan kebutuhan bandwidth. Fast 
Etherchannel dan Fast Ethernet Link 
akan digunakan di seluruh contoh ini.   
  
Gambar 1 menunjukkan jaringan yang 
menggunakan koneksi Cisco  
Etherchannel. Bandwidth antara wiring 
closets dan data center telah 
digandakan, dari 200 Mbps sampai 400 
Mbps. Selain peningkatan bandwidth, 
ketahanan dalam saluran di sediakan 
untuk konvergensi subseconds jika 






1.6.3 Jaringan Komputer Hirarki 
Model arsitektur menyediakan 
pendekatan dalam bentuk modular 
fungsional pada desain sebuah jaringan. 
Selain hirarki, modul digunakan untuk 
mengatur kumpulan perangkat server 
(server farm), manajemen jaringan, 
jaringan-jaringan kampus, Jaringan  
 
Core, Distribution, and Access.  
  
1.6.4 Path cost parameter value Menurut 
Brocade (2009), Pemahaman mengenai 
path cost parameter value adalah 
sebuah nilai untuk menggunakan 
sebuah port untuk mencapai root 
bridge. Ketika memilih antara beberapa 
jalur ke root bridge, STP memilih jalur 
dengan biaya terendah di dalam 
melakukan routing dan jika diperlukan 
akan melakukan blok jalur lain. Setiap 
jenis port memiliki nilai jalur STP 
sendiri. Nilai STP port default 
ditentukan dari kecepatan media dan 


























Gambar 1.  Penambahan kinerja (Cisco  
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metode penghitungan nilai biaya 
antarmuka LAN. Pada port-port yang 
berada di  
jalur trunk, menetapkan biaya port oleh 
VLAN, kita dapat mengkonfigurasi 
semua VLAN pada jalur trunk port 
sebagai  nila port yang sama. Bundle 
Etherchannel dianggap sebagai satu 
port. Nilai port adalah agregasi semua 
nilai port yang telah dikonfigurasi 
untuk ditugaskan ke Link tersebut.  
 
Gambar 3. Path Cost Parameter Values.  
  
1.6.5. Metode  Perancangan  Jaringan  
PPDIOO  
  
Dengan kebutuhan layanan jaringan 
yang semakin kompleks, maka 
diperlukan suatu metodologi yang 
mendukung perancangan arsitektur dan 
disain jaringan. Cisco memperkenalkan 
sebuah metode perancangan jaringan 
dengan model PPDIOO (Cisco: 
2011,p8)  yaitu, Prepare, Plan, Design, 
Implement, Operate, and Optimize.  
Model siklus hidup metode 
pengembangan jaringan dengan konsep 
PPDIOO ini, memberikan 
langkahlangkah kunci dalam 
keberhasilan perencanaan jaringan, 
baik itu pada tahapan desain, 
implementasi dan operasional nantinya. 
Pendekatan dengan model top-down 
design, mengarahkan infrastruktur 
jaringan untuk beradaptasi pada 
aplikasi-aplikasi apa saja yang 
dibutuhkan oleh suatu jaringan.  
Menurut CCDA 640-864 Official Cert 
Guide (2011,p11), Cisco telah 
menghasilkan sebuah formula siklus 
hidup perencanaan jaringan, menjadi 
enam fase: Prepare (persiapan), Plan 
(Perencanaan), Design (Desain), 
Implement (Implementasi), Operate 
(Operasi) dan Optimize (Optimasi). 
Fase-fase ini dikenal dengan istilah 
PPDIOO. PPDIOO menghasilkan 
empat manfaat utama, yaitu:  
  
1. Menurunkan total biaya yang harus 




perencanaan perubahan infrastruktur 
dan kebutuhan akan berbagai 
macam sumber daya.  
2. Meningkatkan ketersediaan layanan 
jaringan, dengan menghasilkan 
desain jaringan dan melakukan 
validasi operasi-operasi di dalam 
jaringan.  
3. Meningkatkan kemampuan 
percepatan kemajuan bisnis, dengan 
mempersiapkan kebutuhan yang 
berorientasi bisnis, yang didukung 
oleh strategi penerapan teknologi.  
4. Meningkatkan kecepatan akses ke 
aplikasi-aplikasi (software) dan 
layanan (services), dengan 
meningkatkan keandalan, 
ketersediaan, keamanan, skalabilitas 
dan kinerja.  
  
Pada gambar 4 mendeskripsikan 
sebuah model  siklus hidup jaringan 
dengan konsep PPDIOO yaitu, 
Prepare (persiapan), Plan 
(Perencanaan), Design (Desain), 
Implement (Implementasi), Operate 
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1.6.6. Metode  Pengujian  Performance  
Testing  
Metode pengujian yang Penulis 
gunakan pada penelitian ini adalah 
menggunakan metode “Performance 
Testing”, menurut Sharma (2005, p4),  
Performance Testing adalah Proses 
simulasi aplikasi dengan menirukan 
penggunaan aktual, yang dapat 
digunakan untuk memantau bagaimana 
database, kode aplikasi dan perangkat 
keras akan bertindak di bawah beban 
kerja. Pengujian beban kinerja 
memverifikasi bahwa aplikasi 
memenuhi persyaratan yang ditentukan 
dalam kondisi normal. Tidak peduli 
seberapa kaya sebuah fitur fungsional 
aplikasi, jika gagal memenuhi harapan 
kinerja (SLA/Service).  
 Performance  Testing  menurut  
Sarojadevi (2011, p5) yaitu: proses 
penggunaan simulasi aplikasi dalam 
meniru pengguna aktual dengan alat 
bantu untuk menemukan kemacetan 
sistem. Sering juga hal ini disebut 
pengujian beban (load testing). Tujuan 
utama pengujian yaitu melihat 
skalabilitas, ketersediaan dan kinerja 
dari perangkat keras serta perangkat 
lunak.  
Aspek sumber daya seperti penggunaan 
CPU, penggunaan memori, koherensi 
cache data konsistensi (dalam memori 
utama, halaman memori virtual, dan 
disk), dan konsumsi daya, Jaringan 
penggunaan bandwidth juga dimonitor 
dan dilaporkan sebagai bagian dari 
pengujian kinerja.  
  
2. METODOLOGI PENELITIAN  
2.1. Metode Penelitian  
Metode penelitian terdiri dari data yang 
digunakan, teknik pengumpulan data dan jenis 
penelitian. Berikut adalah penjelasan secara 
rinci dari metode penelitian :  
2.1.1. Data yang digunakan  
Data yang digunakan dalam penelitian ini 
adalah data menurut sumber yaitu berupa data 
primer dan data sekunder (Kuncoro, 2009). Dan 
peneliti menggunakan data primer berupa hasil 
wawancara terhadap pakar penyakit cephalgia 
(dokter) tentang gejala-gelaja dan diagnosa 
penyakit tersebut.  
  
  
2.1.2. Teknik Pengumpulan 
Data  
Metode pengumpulan data yang penulis 
gunakan dalam penelitian ini adalah :   
1. Observasi  
Observasi adalah kegiatan mengamati dan 
mencermat serta melakukan mencatatan data 
atau informasi yang sesuai dengan konteks 
penelitian.  
2. Studi Dokumentasi  
Studi pustaka dilakukan dengan tujuan 
untuk mendapatkan gambaran sebagai 
landasanlandasan teori bagi penulisan tesis 
ini, diperoleh dari jurnal, makalah 
pertemuan ilmiah, buku teks, dan website 
yang berkaitan dengan penelitian ini.  
  
2.1.3. Jenis Penelitian  
Pendekatan riset yang digunakan dalam 
penelitian ini termasuk ke dalam jenis 
penelitian terapan (applied research). Penelitian 
terapan merupakan yang menyangkut aplikasi 
teori untuk memecahkan permasalahan tertentu 
Ada tiga macam contoh dari penelitian terapan 
(Kuncoro, 2009) yaitu :  
1. Penelitian Evaluasi  
Penelitian yang diharapkan dapat 
memberikan masukan atau mendukung dalam 
pengambilan keputusan tentang nilai relatif dari 
dua atau lebih alternatif tindakan. 2. Penelitian 
dan Pengembangan  
Penelitian yang bertujuan untuk 
mengembangkan produk sehingga produk 
tersebut mempunyai kualitas yang lebih 
tinggi.  
3. Penelitian tindakan  
 Penelitian yang dilakukan untuk segera 
dipergunakan sebagai dasar tindakan 
pemecahan masalah yang ada.  
  
2.2. Metode Pengembangan Sistem  
Penelitian dimulai  dari basis pengetahuan, 
identifikasi masalah, melakukan analisa, desain 
sistem, implementasi, dan pengujian sistem. 
Siklus hidup sistem informasi dimulai dari fase 
perencanaan, fase pengembangan, dan 
dievaluasi terus-menerus untuk menetapkan 
apakah sistem informasi tersebut masih layak 
diaplikasikan. Jika tidak, maka sistem informasi 
tersebut akan diganti dengan yang baru dan 
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dimulai dari perencanaan kembali. (Sutabri, 
2004).  
1. Fase Perencanaan  
Perencanaan pengembangan sistem 
informasi bertujuan untuk mengidentifikasi 
dan memprioritaskan sistem informasi apa 
saja yang akan dikembangkan, 
sasaransasaran yang ingin dicapai, jangka 
waktu pelaksanaan serta mempertimbangkan 
dana yang tersedia dan siapa yang akan 
melaksanakan.  
Beberapa studi kelayakan yang menjadi 
pertimbangan dalam fase perencanaan, 
yaitu: a. Kelayakan Operasional 
Menyangkut apakah secara operasional 
sistem yang baru dapat dilaksanakan dengan 
sumber daya manusia yang tersedia dan 
metode trainning yang ditawarkan, 
pelayanan, pemeliharaan serta efesiensi dan 
efektivitas sistem baru.  
b. Kelayakan Teknis Menyangkut apakah 
hardware/software yang akan 
dikembangkan tersedia, jadwal 
pelaksanaan serta sistem keamanan data.  
c. Kelayakan Ekonomis Menyangkut biaya 
untuk membuat dan menjalankan sistem 
baru serta keuntungan yang akan 
diperoleh dari sistem tersebut.  
2. Fase Pengembangan  
Fase pengembangan ini terbagi menjadi 5 
(lima) langkah, yaitu:  
a. Investigasi Sistem  
Manfaat dari fase ini adalah untuk 
menentukan permasalahan atau 
kebutuhan yang timbul. Hal ini 
memerlukan pengembangan sistem 
secara menyeluruh atau ada usaha lain 
yang dapat dilakukan untuk 
memecahkannya.  
b. Analisis Sistem  
Tahap analisis berhubungan pada 
kegiatan-kegiatan dan tugas-tugas 
dimana sistem yang berjalan dipelajari 
lebih mendalam untuk menjadi landasan 
bagi sistem yang baru akan dibangun.   
c. Desain Sistem  
Tahap ini sebagian besar kegiatannya 
berorientasi pada komputer. Spesifikasi 
perangkat keras dan perangkat lunak 
yang telah disusun pada tahap 
sebelumnya ditinjau kembali dan 
disempurnakan. Rencana pembuatan 
program dilaksanakan kemudian diuji 
coba.  
d. Implementasi Sistem  
Tujuan dari tahap implementasi ini 
adalah untuk menyelesaikan desain 
sistem yang telah disetujui, menguji serta 
mendokumentasikan program-program 
dan prosedur sistem yang diperlukan, 
memastikan bahwa personil yang terlibat 
dapat mengoperasikan sistem baru dan 
memastikan bahwa konversi sistem lama 
ke sistem  baru dapat berjalan dengan 
baik dan benar.  
e. Pemeliharaan Sistem Proses 
pemeliharaan sistem ini adalah untuk 
melakukan evaluasi sistem secara cepat 
dan efisien, menyempurnakan proses 
pemeliharaan sistem dan meminimalkan 
gangguan kontrol dan gangguan 
operasional yang disebabkan oleh proses 
pemeliharaan sistem.  
  
3. Fase Evaluasi  
Evaluasi yang dilakukan oleh user atau 
manajemen untuk  memastikan bahwa 
pelaksanaan pengembangan sistem sesuai 
dengan rencana yang telah ditetapkan baik 
dari segi waktu, biaya maupun teknis.  
  
3. HASIL DAN PEMBAHASAN  
3.1. Simulasi dan perancangan keamanan 
autentikasi Jaringan Etherchannel 
Pengukuran nilai cost pada spanning tree 
protocol untuk jaringan sebelum 
menggunakan Etherchannel dan untuk 
melihat kecepatan Link pada beberapa node 
yang ada pada jaringan Inter VLAN 
STMIK dan Politeknik Palcomtech, penulis 
melakukkan simulasi dari beberapa sample 
VLAN dan mendapatkan hasil pengukuran 
nilai Path Cost Parameter, Adapun 
summary daripada beberapa sample VLAN 
untuk pengukuran nilai cost pada simulasi 
spanning tree protocol jaringan STMIK dan 
Politeknik Palcomtech adalah memiliki 
nilai rata-rata Path cost sebesar = 19, 
dengan Link speed sebesar 100 Mb/s adalah 
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4.1. Simpulan  
Berdasarkan pembahasan pada bab 
sebelumnya maka penulis dapat 
memberikan simpulan sebagai berikut :  
 
1. Dengan adanya simulasi dan 
perancangan keamanan autentikasi 
jaringan Inter VLAN pada STMIK dan 
Polteknik Palcomtech, maka dapat 
diketahui jumlah penanganan yang 
tepat untuk mengatur penempatan 
broadcast domain yang didukung juga 
alokasi IP Address yang sesuai dengan 
jumlah host yang ada pada setiap 
VLAN.   
2. Perancangan jaringan komputer di 
STMIK dan Polteknik Palcomtech 
menggunakan konsep Link aggregasi 
yang menghasilkan Link speed yang 
yang lebih tinggi (ditunjukkan dengan 
nilai path cost yang semakin 
meningkat) yang pada akhirnya dapat 
meningkatkan throughput jaringan 
yang didukung juga oleh jalur-jalur 
yang memiliki redundant untuk 
penanganan fail over.  
3. Perancangan Link aggregasi pada 
jalurjalur trunking Inter VLAN di 
STMIK dan Polteknik Palcomtech 
tidak hanya dapat menggunakan 
Interface Fast Ethernet (100 Mb/s), 
namun juga dapat menggunakan seri 
interface yang lebih tinggi   (misalnya 
Interface Gigabit Ethernet dengan 
maksimum speed sampai 1 Gb/s), 
sehingga throughput secara linear akan 
meningkat.  
4. Dengan adanya arsitektur jaringan 
dengan model hirarki (core, 
distribution, dan access layer) maka 
dapat menghasilkan jaringan Inter 
VLAN yang terstruktur sesuai dengan 
kebutuhan, sesuai dengan layanan, 
spesifikasi teknologi (media dan 
perangkat jaringan), serta memudahkan 
identifikasi dan proses-proses 
troubleshooting dan maintenance di 
dalam jaringan.  
  
4.2. Saran  
Berdasarkan simpulan di atas maka penulis 
dapat memberikan saran sebagai berikut :  
1. Perlu adanya dokumentasi secara 
administratif mengenai informasi 
keamanan login autentikasi, beserta 
laporan perubahannya kepada 
administrator yang bertanggung jawab 
pada monitoring dan maintenance 
jaringan  
2. Perlu pengetahuan perhitungan path cost 
yang lebih baik sesuai dengan literatur 
dan sumber-sumber keilmuan yang ada,  
sebagai tolak ukur penelitian 
selanjutnya.   
3. Perlu adanya dukungan dokumentasi 
rancangan yang meliputi kegatan 
konfigurasi interfaces, pemetaan dan 
penyusunan daftar nama port-port 
interfaces serta posisi penempatan Link 
aggregasi pada setiap jalur trunking 
yang ada pada jaringan Etherchannel.  
4. Perlu adanya penanganan yang tepat 
ketika jaringan dalam kondisi bridging 
loop (broadcast loop) khususnya untuk 
setiap jalur redundant yang ada pada 
jaringan Etherchannel.  
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