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Introduzione 
 
In un contesto ambientale sempre più dinamico e turbolento, le aziende si 
trovano a dover fronteggiare una pluralità di rischi che incombono sui processi 
gestionali, nell'ottica di salvaguardare l'economicità
1
 della combinazione 
produttiva. 
I recenti scandali finanziari e le incertezze legate alla congiuntura economica, 
hanno contribuito ad accrescere la "domanda" di risk management da parte di 
tutti gli stakeholder. Per questo motivo, negli ultimi anni il tema del risk 
management sta riscontrando un interesse sempre più ampio da parte del mondo 
aziendale. In un numero crescente di imprese si assiste, infatti, all'introduzione di 
metodologie e tecniche per l'individuazione e la valutazione dei rischi, alla 
costituzione di unità di risk management e alla divulgazione nel report di bilancio 
di informazioni sui rischi e sulle azioni intraprese per mitigarli. Questo percorso 
virtuoso, già intrapreso dalle società quotate, anche per necessità di adempiere 
alle nuove disposizioni normative su queste tematiche, potrà rappresentare uno 
stimolo per la diffusione della cultura del risk management in tutte le realtà 
aziendali, a prescindere dalle dimensioni o dalla presenza di obblighi normativi. 
Il fenomeno del rischio è oggetto di analisi in varie discipline; in particolare nella 
letteratura economico-aziendale, il rischio è oggetto di studio in quanto 
                                                          
1
 L'economicità è la capacità dell'azienda di perdurare massimizzando l'utilità delle risorse impiegate e 
dipende congiuntamente dalle performance aziendali e dal rispetto delle condizioni di equilibrio che 
consentono il funzionamento delle aziende. La performance può essere apprezzata facendo riferimento a 
due parametri: l'efficacia, ovvero la capacità di perseguire le finalità istituzionali dell'azienda, quindi 
anche perdurare nel tempo (è il rapporto tra il risultato ottenuto e l'obiettivo prefissato); l'efficienza, 
ovvero la capacità di impiegare razionalmente le risorse, quindi di trovare il giusto rapporto tra risorse 
consumate e risultati ottenuti, cercando di massimizzare l'output a fronte dell'input impiegato. Le 
condizioni di equilibrio, sono quelle che consentono all'azienda di durare nel tempo e di mantenere una 
situazione di relativa autonomia, in particolare: 
 Equilibrio economico - equilibrio tra costi e ricavi di gestione (ricavi inferiori ai costi si traducono in 
una perdita, e se tale condizione permane nel tempo può portare al fallimento). 
 Equilibrio finanziario - bilanciamento fonti tra finanziamenti e impieghi (nel lungo periodo). 
 Equilibrio monetario - capacità aziendale di far fronte ai pagamenti (nel breve periodo). Anche 
l'incapacità di far fronte ai pagamenti può portare l'azienda al fallimento. 
 
7 
 
fenomeno che caratterizza le manifestazioni di vita dell'azienda ed in grado di 
modificarne le condizioni di equilibrio economico, finanziario e patrimoniale.
2
 
In questo contesto si inserisce peraltro la riforma dell'art. 2428 del codice civile, 
che disciplina il contenuto della "Relazione sulla gestione", avvenuta mediante 
D. Lgs. 2 febbraio 2007 n. 32. A seguito di tale modifica il primo comma dell'art. 
2428, prevede che, tra le altre informazioni, la relazione sulla gestione debba 
fornire "... una descrizione dei principali rischi ed incertezze a cui la società è 
esposta ...".
3
 Si è avuto quindi anche un riconoscimento legislativo 
dell'importanza e della necessità di fornire ai destinatari del bilancio, 
un'informativa sui rischi a cui la combinazione produttiva è esposta.
4
 
Anche il Codice di Autodisciplina di Borsa Italiana
5
, ha enfatizzato l'importanza 
del sistema dei controlli interni, evidenziando il suo legame con il processo di 
identificazione e gestione dei rischi. Lo stesso codice inoltre afferma che il 
Consiglio di Amministrazione, nel fissare le linee guida del sistema di controllo 
interno
6
, deve orientare tali linee verso l'individuazione, gestione e monitoraggio 
dei rischi aziendali. Inoltre con l'ultima edizione, emessa nel dicembre 2011, il 
Codice prevede che le società quotate debbano dotarsi di un sistema di gestione 
                                                          
2
 A tal proposito Zappa sostiene che nonostante il rischio sia un fattore che possa turbare l'attività 
economica, esso è un elemento che caratterizza l'azienda a tal punto che, in assenza di rischio, non si 
potrebbe neanche concepire l'attività aziendale. 
3
 Ricordiamo che tutte le società di capitali sono tenute a predisporre la relazione sulla gestione in base a 
quanto disposto dall'art. 2428 c.c., indipendentemente dal fatto che redigano il bilancio in conformità alle 
norme civilistiche o ai principi contabili internazionali (IAS / IFRS). Solo le società che non emettono 
titoli negoziati in mercati regolamentati e redigono il bilancio in forma abbreviata ai sensi dell'art. 2435 
bis c.c., sono esonerate dall'obbligo di redigere la relazione sulla gestione, qualora forniscano in Nota 
Integrativa le informazioni richieste dai numeri 3 e 4 dell'art. 2428. 
4
 Per la precisione l'obbligo di fornire una descrizione dei principali rischi ed incertezze, non riguarda le 
imprese di minori dimensioni se le informazioni riportate nei conti d'ordine e nella Nota Integrativa, 
risultano in grado di esprimere in modo appropriato i rischi e le incertezze dell'attività sociale. 
5
 Il Codice di Autodisciplina delle società quotate è stato redatto nel 1999 dal Comitato per la Corporate 
Governance promosso da Borsa Italiana, poi rivisitato nel 2003, e contiene raccomandazioni che 
costituiscono un modello di "best practice" per l'organizzazione e il funzionamento delle società quotate 
italiane. 
6
 Il Sistema di Controllo Interno viene definito dall'AIIA (Associazione Italiana Internal Auditors) come 
"un processo - attuato  dal Consiglio di Amministrazione, dai Dirigenti e da altri soggetti della struttura 
aziendale – finalizzato  a fornire una ragionevole sicurezza sul conseguimento degli  obiettivi rientranti 
nelle seguenti categorie: efficacia ed efficienza delle attività operative; attendibilità delle informazioni di 
bilancio; conformità alle leggi e ai regolamenti." A questi obiettivi talvolta si aggiunge quello di 
salvaguardia del patrimonio aziendale. In altre parole si tratta dell'insieme di meccanismi, strumenti e 
procedure ("controlli"), predisposti dalla direzione per assicurare il conseguimento degli obiettivi 
aziendali. 
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del rischio, a dimostrazione dell'importanza che queste tematiche stanno 
assumendo. 
Inoltre il Testo Unico della Finanza (D. Lgs. 24 febbraio 1998, n.58) all'art. 123-
bis, precisa che nella relazione sulla gestione delle società emittenti valori 
mobiliari ammessi alle negoziazioni in mercati regolamentati, all'interno di una 
specifica sezione denominata "Relazione sul governo societario e gli assetti 
proprietari", devono essere riportate informazioni riguardanti: 
a. l'adesione ad un codice di comportamento in materia di governo societario 
promosso da società di gestione di mercati regolamentati o da associazioni 
di categoria, motivando le ragioni dell'eventuale mancata adesione ad una 
o più disposizioni, nonché le pratiche di governo societario effettivamente 
applicate dalla società al di là degli obblighi previsti dalle norme 
legislative o regolamentari; 
b. le principali caratteristiche dei sistemi di gestione dei rischi e di controllo 
interno esistenti in relazione al processo di informativa finanziaria, anche 
consolidata, ove applicabile. 
L'articolo precisa che tali informazioni possono figurare in una relazione distinta 
dalla relazione sulla gestione, approvata dall'organo di amministrazione, e 
pubblicata congiuntamente alla relazione sulla gestione. In alternativa la 
relazione sulla gestione può indicare la sezione del sito internet dell'emittente 
dove è pubblicato tale documento. Nell'ultimo comma, in cui si indica che le 
società che non emettono azioni ammesse alla negoziazione in mercati 
regolamentati, possono omettere la pubblicazione delle informazioni richieste ai 
commi 1 e 2 del medesimo articolo, vengono fatte salve le informazioni richieste 
al comma 2, lettera b), ovvero le informazioni relative ai sistemi di controllo 
interno e di gestione del rischio. 
9 
 
Sempre il T.U.F., all'art 154 bis comma quinto, stabilisce che il dirigente 
preposto alla redazione dei documenti contabili societari
7
, tra gli altri compiti, 
deve attestare, con apposita relazione, che la relazione sulla gestione comprenda 
un'analisi attendibile dell'andamento e del risultato della gestione, nonché della 
situazione dell'emittente e dell'insieme delle imprese incluse nel consolidamento, 
unitamente alla descrizione dei principali rischi e incertezze cui sono esposti. 
 
Possiamo affermare quindi che la determinazione del quantitativo di rischio che 
un'azienda è disposta ad accettare per creare valore, costituisce una delle nuove e 
più cruciali sfide che il management deve affrontare. 
Nell'ambito di questo lavoro verrà esposta una breve carrellata di alcuni concetti 
fondamentali per la comprensione dell'argomento (concetto di rischio, tipologie 
di rischio, modello ERM e processo di risk management). Successivamente mi 
soffermerò sul contesto italiano, osservando il grado di diffusione ed 
applicazione delle tecniche di risk management tra le aziende del nostro paese, 
alla luce di una ricerca condotta dalla nota società di consulenza KPMG, e verrà 
fornita una breve descrizione del processo di risk management implementato 
presso Edison Spa, in base a quanto risulta dalla Relazione Finanziaria 2013 e 
dalle informazioni rese disponibili sul sito della società. 
                                                          
7
 Il dirigente preposto alla redazione dei documenti contabili societari, è una figura prevista per le società 
quotate, introdotta dalla legge per la tutela del risparmio "legge 28 dicembre 2005, n. 262 (cosiddetta 
legge sul risparmio). L'introduzione di questa figura prende le mosse dal presupposto di migliorare la 
qualità e la trasparenza dell'informativa societaria. I compiti del dirigente preposto indicati dai commi 2, 3 
e 5 dell’articolo 154 bis del TUF e in sostanza sono:  
1. gli atti e le comunicazioni della società diffusi al mercato devono essere accompagnati da una 
dichiarazione del dirigente preposto, che ne attesti la corrispondenza alle risultanze documentali, 
ai libri e alle scritture contabili; 
2. il dirigente preposto deve predisporre adeguate procedure amministrative e contabili per la 
formazione del bilancio d'esercizio, e se del caso, del bilancio consolidato, e di ogni altra 
comunicazione finanziaria. 
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CAPITOLO I 
IL RISCHIO E IL RISK MANAGEMENT 
 
1.1 Il concetto di rischio 
In una logica economico-aziendale il rischio può essere definito come la 
possibilità di danno economico legato ad un evento futuro di incerta 
manifestazione che può determinare uno scostamento, positivo o negativo, 
rispetto agli obiettivi prestabiliti. Da questa definizione di rischio emerge subito 
che quando si parla di rischio si guarda soltanto alle conseguenze negative che un 
evento futuro possa provocare all'economicità aziendale; in altri termini in 
economia aziendale il rischio è visto principalmente come la possibilità di subire 
una perdita, un danno economico, a seguito del manifestarsi di un certo evento. 
Altro elemento che emerge da questa definizione è che il rischio è legato al 
carattere probabilistico del sistema d'azienda, ovvero non vi è la certezza che si 
verifichi l'evento che può causare un danno economico all'azienda. Quindi il 
rischio si riferisce soltanto a quegli eventi futuri di incerta manifestazione. Nel 
concetto di rischio non rientrano quegli eventi che non hanno il carattere di 
incertezza che invece contraddistingue l'evento rischioso.  
L'associazione del concetto di rischio a quello di prospettiva di danno economico 
è uno degli aspetti più discussi in letteratura. Oggetto del dibattito è la possibilità 
di comprendere nell'accezione di rischio, oltre alla possibilità di danno, anche la 
possibilità che si verifichino conseguenze positive per l'azienda, ovvero risultati 
migliori rispetto a quelli attesi.  
In passato alcuni autori hanno proposto di distinguere i rischi aziendali in rischi 
puri o unilaterali e rischi imprenditoriali o bilaterali
1
. I rischi puri si riferiscono a 
quegli eventi a cui è possibile associare unicamente un'eventualità di danno (ad 
esempio incendi, furti, danneggiamenti); i rischi imprenditoriali riguardano quei 
                                                          
1
 Questa tipologia di rischi talvolta viene definita rischi speculativi. 
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fenomeni che possono produrre conseguenze positive oppure negative per 
l'azienda (perdite o guadagni). 
Il concetto di rischio tuttavia non è standard, ma può variare a seconda delle 
discipline in cui questo fenomeno è oggetto di interesse. Ad esempio negli studi 
di finanza, il concetto di rischio viene spesso associato a quello di variabilità dei 
rendimenti ottenibili da un investimento (rendimenti che possono quindi subire 
oscillazioni di segno sia positivo che negativo). Questa accezione di rischio si 
può riscontrare anche negli studi sulla valutazione d'azienda e sulla creazione di 
valore, in cui il concetto di rischio viene associato alla variabilità dei flussi 
economici e/o finanziaria considerati nei processi valutativi. 
La maggior parte della dottrina economico-aziendale, concorda invece nel 
ritenere che nel concetto di rischio debbano essere comprese soltanto le 
prospettive di danno economico.
2
 
Il rischio è quindi la possibilità che a seguito del manifestarsi di un evento futuro, 
possa prodursi una conseguenza negativa per l'economicità aziendale; il rischio è 
dunque un fenomeno atto a produrre effetti negativi in ordine al perseguimento 
degli obiettivi aziendali, e che quindi ostacola la creazione di valore. Ovviamente 
i rischi a cui un'azienda risulta esposta variano in funzione del settore 
d'appartenenza e del tipo di attività esercitata. 
A scopo informativo è giusto ricordare che nel dibattito che si è sviluppato 
sull'argomento, non mancano autori che, pur accogliendo la tesi del rischio come 
conseguenza sfavorevole, sottolineano che essa possa manifestarsi sia sotto 
forma di distruzione di valore che sotto forma di risultato positivo ma inferiore a 
quello atteso. 
 
 
                                                          
2
 A tal proposito secondo Giannessi la possibilità che a seguito del manifestarsi di un fenomeno si 
verifichi uno scostamento negativo tra risultati inseriti nei piani (obiettivi) e quelli che si manifesteranno 
realmente, costituisce il rischio d'azienda. 
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1.2 I caratteri del rischio nel sistema azienda 
In economia aziendale, il rischio deriva dall'accostamento di due fenomeni, il 
primo oggettivo e il secondo soggettivo: il mutevole manifestarsi degli eventi e 
l'incapacità dell'uomo di prevedere tali mutamenti. Sebbene questi due fenomeni 
siano concettualmente distinti, presentano delle relazioni. La capacità di 
previsione dell'uomo, infatti, non è indipendente dalle caratteristiche dei processi 
di cambiamento: la frequenza con cui si manifestano i cambiamenti, il numero di 
variabili coinvolte costituiscono esempi di fattori che condizionano la capacità 
dell'uomo di prevedere l'evoluzione degli eventi che rientrano nei processi 
decisionali.  
Questa incapacità dell'uomo di prevedere i mutamenti in parte è fisiologica in 
quanto, quando le previsioni riguardano fenomeni i cui andamenti non sono 
perfettamente ipotizzabili, esiste un certo margine di errore che è intrinseco 
nell'attività di previsione. L'attività di previsione presenta però anche un margine 
di errore imputabile a difetti di conoscenza dei soggetti o ad altre variabili che 
determinano una imperfetta formulazione di ipotesi sul futuro. 
Da questi due aspetti deriva una prima caratteristica del rischio nel sistema 
d'azienda, ovvero la sua ineliminabilità; in altri termini il rischio è un fenomeno 
intrinseco al funzionamento del sistema d'azienda, che cessa di esistere solo 
quando cessa l'attività aziendale
3
. Nel corso della dinamica gestionale è sempre 
possibile quindi identificare un certo profilo di rischio associato all'azienda. Non 
esiste quindi azienda che non sia esposta a rischio, tant'è che potremmo affermare 
che non si può parlare di attività d'impresa senza che ad essa venga associato un 
certo profilo di rischio. Pur non potendo essere eliminato il rischio deve essere 
gestito, ed infatti l'obiettivo delle politiche di risk management è proprio quello 
di ridurre il grado di esposizione al rischio, mettendo in atto una serie di azioni 
                                                          
3
 Potremmo affermare che il rischio si configura come una ineliminabile condizione di esistenza di 
qualsiasi azienda. 
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finalizzate a contenere il rischio entro una soglia giudicata accettabile dalla 
direzione, senza pregiudicare l'economicità aziendale
4
. 
Se è vero che durante il corso della gestione di un'azienda è sempre possibile 
identificare un certo profilo di rischio ad essa associato, è altrettanto vero che pur 
permanendo durante le varie fasi di vita dell'azienda, esso assume nel tempo una 
differente entità. Un secondo carattere del rischio è infatti rappresentato dalla sua 
dinamicità, ovvero esso si modifica nel corso nel tempo per effetto di fattori 
interni ed esterni che determinano il sorgere di nuovi rischi e la fine di altri. Nel 
tempo quindi il livello di esposizione di un'azienda rispetto ad un singolo fattore 
di rischio e rispetto al rischio che complessivamente grava su di essa può variare. 
Tali variazioni possono essere dovute a cambiamenti intervenuti nell'ambiente 
esterno nel quale l'azienda è inserita: si pensi per esempio a come un aumento 
della concorrenza nel settore in cui opera un cliente dell'azienda, possa provocare 
difficoltà per quest'ultimo nell'adempiere ai suoi debiti e quindi a come questo 
evento possa influenzare il livello di esposizione dell'azienda al rischio di credito. 
Le variazioni del profilo di rischio, oltre che da fattori esterni indipendenti dalla 
volontà aziendale, possono costituire il frutto di deliberate politiche gestionali: si 
pensi agli effetti che la scelta di entrare in nuovi mercati, o di lanciare un nuovo 
prodotto possono avere sul profilo di rischio associato all'azienda. Inoltre 
l'azienda stessa attraverso le politiche di risk management, si adopera per 
contenere il livello di esposizione al rischio. 
Un terzo carattere che il rischio assume in azienda è la sistematicità. All'interno 
dell'azienda si possono riscontrare molte fattispecie rischiose e la sistematicità sta 
nel fatto che tra le varie manifestazioni rischiose esistono legami di varia natura 
che avvincono i rischi particolari
5
 in un complesso unitario. A tal proposito 
Ferrero evidenzia l'esistenza di un rischio economico-generale e di rischi 
particolari, che ne costituiscono le parziali manifestazioni. In altre parole i rischi 
                                                          
4
 Le misure di fronteggiamento e gestione del rischio hanno infatti un costo e quindi devono consentire di 
contenere il rischio senza pregiudicare i risultati aziendali. 
5
 L'espressione rischi particolari è stata introdotta da Ferrero, secondo il quale i rischi particolari 
rappresentano le parziali manifestazioni del rischio economico generale. 
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particolari (come ad esempio rischio di credito e rischio di liquidità) nel loro 
insieme costituiscono il rischio economico-generale, ovvero il rischio 
complessivo che grava sulla combinazione produttiva. I rischi particolari possono 
essere eliminati (ad esempio attraverso il ricorso al factoring pro-soluto è 
possibile eliminare il rischio di credito verso una controparte), mentre il rischio 
economico-generale, dato dalla combinazione dei rischi particolari, non è 
eliminabile, ma può soltanto essere ridotto. 
In particolare il rischio economico-generale rappresenta l'espressione astratta e 
omnicomprensiva del rischio che grava sulla combinazione produttiva, che viene 
identificata con l'incapacità dell'azienda di remunerare congruamente i fattori 
produttivi di cui necessita per lo svolgimento della sua attività. 
Un quarto carattere del rischio nel sistema d'azienda è il suo contenuto 
economico, legato alla prospettiva di danno economico ad esso associata
6
. In tal 
senso, pur derivando talvolta da fenomeni non economici (eventi naturali, fisici, 
sociali), il rischio è oggetto di studio e di trattamento nelle aziende, in quanto ad 
esso è associabile una prospettiva di danno economico. Quindi dire che un 
elemento caratterizzante il rischio in azienda è il suo contenuto economico, non 
significa considerare soltanto i rischi di matrice economica, come possono essere 
il rischio di cambio o il rischio di tasso di interesse, ma anche quei rischi che pur 
derivando da un evento fisico o naturale, hanno un impatto negativo 
sull'economicità aziendale. Saranno quindi oggetto di politiche di risk 
management anche quegli eventi rischiosi che per loro natura non sono 
economici, ma che hanno comunque una conseguenza negativa in termini 
economici. Si guarda quindi alle conseguenze del rischio e non all'origine, 
ovvero se quel rischio ha un impatto economico o meno. 
In sintesi, in economia aziendale il rischio è un fenomeno intrinseco al 
funzionamento dell'azienda, dinamico ed avente carattere sistemico, dal quale 
può derivare un danno economico per la combinazione produttiva. 
                                                          
6
 Bianchi Marini afferma che in Economia aziendale si può parlare di rischio ogniqualvolta si manifesti 
una eventualità di conseguenza sfavorevole, una prospettiva di danno economico. 
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1.3 Classificazione dei rischi 
Si possono riscontrare un elevato numero di criteri di classificazione dei rischi. 
Nell'ambito di questo lavoro analizzeremo quelli più significativi. 
 
1. In base al criterio "segno dell'impatto" possiamo distinguere tra rischi 
speculativi e rischi puri. 
Il rischio speculativo indica la possibilità di uno scostamento positivo o negativo 
rispetto ad un obiettivo o ad un risultato atteso (rientrano in questa categoria il 
rischio di cambio, il rischio di tasso di interesse, il rischio di prezzo). Sono quindi 
quei rischi in cui il segno dell'impatto può essere positivo o negativo. Ad 
esempio per un'azienda che ha un indebitamento a tasso variabile, il rischio di 
tasso è un rischio speculativo in quanto un aumento dei tassi di interesse sul 
mercato, farà aumentare gli interessi da pagare sul finanziamento, comportando 
maggiori costi a CE; viceversa una riduzione dei tassi di interesse produce un 
effetto opposto.
7
 
Altro esempio di rischio speculativo è il rischio di cambio dato che a seconda 
dell'andamento del tasso di cambio tra valute un'azienda può beneficiare o essere 
penalizzata da tale variazione. Consideriamo un'impresa che produce in Europa e 
vende negli Usa, un'eventuale apprezzamento dell'euro sul dollaro avrà un 
impatto negativo sulle sue esportazioni (dato che più dollari servono per 
acquistare il suo prodotto); viceversa un peggioramento del tasso di cambio 
euro/dollaro avrà un effetto positivo sulle esportazioni. Ovviamente se l'azienda 
                                                          
7
 In caso di indebitamento a tasso fisso, il rischio di tasso di interesse apparentemente non sembra 
presente, in quanto non ha effetti contabili, non vediamo l'impatto sul CE di una variazione del tasso di 
interesse. In realtà ragionando in termini di costi opportunità potremmo osservare che in presenza di una 
riduzione del tasso di interesse, l'impresa, avendo un indebitamento a tasso fisso, non può sfruttare la 
riduzione di oneri finanziari di cui potrebbe beneficiare qualora si fosse indebitata a tasso variabile. In 
altri termini l'azienda non può sfruttare l'opportunità rappresentata dalla riduzione dei tassi sul mercato, 
dato che ha un indebitamento a tasso fisso. 
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oltre ad esportare, importa dagli Usa, in questo caso un miglioramento del tasso 
di cambio avrà un effetto positivo, consentendo di abbattere i costi d'acquisto.
8
 
I rischi puri sono quei rischi in cui il segno dell'impatto è soltanto negativo. 
Tipicamente i rischi puri sono legati a fenomeni naturali, come alluvioni e 
terremoti, ma comprendono anche eventi quali incendi e danneggiamenti agli 
impianti o alle attrezzature. Inoltre viene classificato come rischio puro il 
mancato rispetto della normativa (rischio di compliance). 
 
2. In base al criterio "obiettivo su cui impatta il fattore di rischio" si distingue 
tra rischi strategici, rischi operativi, rischi di reporting e rischi di compliance.  
Questa classificazione dei rischi si collega direttamente alla classificazione degli 
obiettivi proposta nell'ambito del modello ERM, nel quale gli obiettivi di 
un'azienda vengono distinti in 4 categorie: strategici, operativi, di reporting e di 
compliance. Conseguentemente a seconda di quale sia il tipo di obiettivo su cui il 
fattore di rischio impatta, i rischi vengono collocati in queste quattro categorie. 
I rischi strategici sono così definiti perchè si riferiscono agli obiettivi strategici 
dell'azienda, obiettivi di carattere generale e definiti ai livelli più elevati della 
struttura organizzativa. In altri termini sono rischi legati alle scelte strategiche 
dell'azienda, come i rischi legati all'innovazione del prodotto, a scelte di 
internazionalizzazione e di ingresso in nuovi mercati. Numerose sono le 
definizioni di rischio strategico, ma diciamo che in senso generico possiamo 
definirlo come la possibilità di un peggioramento della qualità della strategia, a 
cui si lega una riduzione della capacità competitiva dell'azienda derivante da 
fattori interni ed esterni, con il risultato di ridurre la capacità di creare valore nel 
medio/lungo termine. 
                                                          
8
 Tra l'altro se un'azienda esporta i suoi prodotti negli Usa, l'eventuale decisione di importare dagli Usa, 
può rappresentare una forma di copertura del rischio di cambio, in quanto se da un lato l'apprezzamento 
dell'euro penalizza l'azienda sulle vendite (in caso di esportazione), dall'altro lato le consente di ridurre il 
costo di acquisto dei fattori produttivi (sulle importazioni ovviamente). 
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I rischi operativi si riferiscono agli obiettivi operativi, che riguardano l'impiego 
efficace ed efficiente delle risorse aziendali. Il rischio operativo rappresenta 
dunque la possibilità di peggioramento delle condizioni di efficienza, efficacia ed 
economicità dei processi gestionali che si svolgono in azienda. 
I rischi di reporting si riferiscono agli obiettivi che riguardano la qualità e 
l'affidabilità delle informazioni. Si tratta della possibilità che le informazioni 
rivolte all'interno (per finalità gestionali e a supporto dei processi decisionali), o 
all'esterno (si pensi ai documenti che costituiscono la comunicazione esterna, di 
cui principale strumento è il bilancio d'esercizio) non siano accurate, tempestive, 
affidabili, rilevanti, aggiornate, selettive o che siano caratterizzate da uno 
sfavorevole rapporto costi/benefici. 
I rischi di compliance sono riferiti agli obiettivi di compliance, ovvero obiettivi 
che riguardano l'osservanza delle leggi e dei regolamenti in vigore. I rischi di 
compliance rappresentano la possibilità di incorrere in condanne, sanzioni e 
interdizioni in seguito alla mancata osservanza del quadro normativo di 
riferimento. Si tratta quindi della possibilità che il mancato rispetto (intenzionale 
o meno) di norme, leggi e regolamenti nello svolgimento dell'attività aziendale, 
comporti un danno economico a breve e a medio/lungo termine. 
 
3. In base al criterio "attività sulle quali impatta il fattore di rischio" si distingue 
tra rischi finanziari e rischi operativi. 
Il rischio finanziario, in una accezione ristretta, indica la variabilità del risultato 
netto determinata dalla struttura finanziaria; in altri termini il rischio finanziario 
in senso stretto rappresenta la possibilità che il reddito netto subisca una flessione 
a causa del grado di indebitamento dell'azienda. 
In senso più ampio, stando a quella che è la definizione di rischio finanziario dei 
principi contabili internazionali IAS/IFRS, il rischio finanziario è la possibilità 
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che si verifichi una perdita di valore degli strumenti finanziari. Secondo gli IAS 
gli strumenti finanziari comprendono: 
 attività liquide; 
 crediti e debiti commerciali; 
 crediti e debiti finanziari; 
 azioni, obbligazioni e altri titolo in portafoglio. 
In sostanza i rischi finanziari possono causare una oscillazione nel valore di 
questi strumenti. 
Lo IFRS 7 classifica i rischi finanziari in 3 categorie: 
1. rischi di mercato (di cambio, di tasso di interesse, di prezzo); 
2. rischio di credito; 
3. rischio di liquidità. 
Il rischio di mercato indica la possibilità che il fair value o i flussi futuri di uno 
strumento finanziario varino per effetto di modifiche intervenute nei prezzi di 
mercato, nei tassi di cambio o nei tassi di interesse. Il rischio di mercato si 
articola dunque in tre tipologie di rischio: rischio di valuta (o di cambio), rischio 
di tasso di interesse e altro rischio di prezzo. 
Il rischio di credito è inteso come il rischio che una delle parti di uno strumento 
finanziario causi all'altra una perdita finanziaria, non adempiendo ad'una 
obbligazione. 
Il rischio di liquidità è inteso come il rischio che l'azienda abbia difficoltà a 
reperire risorse, fondi sufficienti per far fronte agli impegni derivanti dai suoi 
strumenti finanziari. 
 
Il rischio operativo viene spesso riferito alla variabilità del risultato della 
gestione caratteristica derivante da diverse variabili. I rischi operativi riguardano 
quindi i processi caratteristici, tipicamente di acquisto-produzione-vendita, da cui 
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si originano i componenti positivi e negativi di reddito della gestione 
caratteristica e da cui appunto emerge il reddito operativo, quale risultato della 
gestione tipica dell'azienda. Secondo Donna il rischio operativo può essere 
scomposto in tre determinanti principali: 
1. la rischiosità settoriale, che è legata alla sensibilità del settore in cui 
opera l'azienda alle variazioni generali dell'economia. Possiamo quindi 
affermare che la rischiosità operativa di un'azienda dipende innanzi tutto 
dal settore in cui l'azienda stessa opera. Per ogni settore è possibile 
stimare una rischiosità operativa media delle aziende che vi operano e che 
dipende dalla struttura del settore e dalla sua dinamica. Ci saranno quindi 
settori in cui il risultato operativo è più soggetto ad oscillazioni rispetto a 
settori più stabili (ad esempio un settore high tech come quello dei pc, 
smartphone e tablet, è più rischioso in quanto la redditività operativa può 
subire forti oscillazioni per effetto dell'innovazione tecnologica; viceversa 
un settore più tradizionale come quello dell'edilizia è più stabile in 
quanto, nonostante l'innovazione sia presente, non ha quel carattere 
radicale che invece contraddistingue i settori high tech. Altro fattore che 
può incidere riguarda il grado di concorrenza presente nel settore, e 
quindi la sua struttura. E' del tutto evidente che in un monopolio il rischio 
operativo sia più contenuto rispetto a settori in cui vi è una forte 
concorrenza tra gli operatori. Si potrebbe dire che la rischiosità settoriale 
dipende principalmente dalle variabili che determinano la redditività di 
un settore.
9
 Inoltre a parità di business, in genere le imprese con una 
presenza più globale sul piano internazionale, vengono considerate meno 
rischiose, in quanto sono ritenute meno vulnerabili, rispetto ad imprese 
geograficamente più concentrate, agli andamenti congiunturali di 
determinate aree o paesi; 
                                                          
9
 Stando al modello delle 5 forze competitive di Porter, le variabili che determinano la redditività di un 
settore sono: il grado di concorrenza tra le imprese operanti nel settore, il potere contrattuale dei clienti e 
il potere contrattuale dei fornitori, la presenza di prodotti sostitutivi e l'eventuale minaccia di potenziali 
entranti nel settore. 
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2. la rischiosità strutturale, che esprime la sensibilità della redditività 
operativa alla variazione dei volumi produttivi e di vendita e dei prezzi di 
mercato. Tale rischiosità dipende innanzi tutto dal grado di flessibilità 
dell'impresa, di cui un indicatore significativo è la leva operativa
10
, 
ovvero il rapporto tra margine di contribuzione e reddito operativo. 
Infatti, a parità di altre condizioni, più elevato è questo parametro, tanto 
più l'impresa risulta rigida nella sua struttura economica, e questo rende 
la redditività operativa più sensibile a variazioni dei volumi.
11
 Altro 
fattore che determina la rischiosità strutturale è la sensibilità alle ragioni 
di scambio, ovvero l'effetto che variazioni nei prezzi di vendita o nei 
prezzi di acquisto delle risorse, possono determinare sui risultati 
dell'impresa. A tal proposito due indicatori significativi risultano essere il 
grado di valore aggiunto, vale a dire il rapporto tra il valore aggiunto e le 
vendite, e la forza negoziale che l'impresa ha nei confronti di clienti e dei 
fornitori. Maggiori sono questi due indicatori, minore si può giudicare la 
rischiosità dell'impresa e viceversa; infatti l'effetto di una variazione nelle 
ragioni di scambio, sul risultato dell'impresa, è tanto più forte quanto 
minore è il valore aggiunto, ma può essere esaltato o attutito dalla 
possibilità dell'impresa di trasferire tali variazioni su clienti o fornitori 
senza rilevanti contraccolpi (appunto dalla sua forza negoziale). 
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 il meccanismo della leva operativa consente di spiegare l’impatto sul risultato operativo generato da 
variazioni del volume di attività, secondo la relazione: ∆ Reddito operativo = ∆ volume di attività 
(volume dei ricavi) * Grado di Leva Operativa. Il grado di leva operativa, si calcola come rapporto tra il 
margine di contribuzione e il reddito operativo in valore assoluto. Quanto più elevato è questo rapporto, 
tanto maggiore sarà l’effetto di amplificazione. Il rapporto dipende dall’incidenza dei costi fissi sul totale 
dei costi operativi: quanto più alta è tale incidenza, tanto maggiore sarà il margine di contribuzione a 
parità di ricavi di vendita, e quindi, tanto più sarà amplificato l’effetto di una variazione del volume di 
attività sul risultato operativo. L’ammontare dei costi fissi viene pertanto definito il fulcro della leva 
operativa. Sulla base di queste considerazioni, si può affermare che la variabilità del reddito operativo, 
rispetto a variazioni dei volumi di attività (rischio operativo), è tanto maggiore quanto maggiore è il peso 
dei costi fissi sulla struttura dei costi operativi (per questo si dice che il rischio operativo può essere 
misurato dal grado di leva operativa). Conseguentemente le aziende caratterizzate da una struttura dei 
costi rigida (costi fissi elevati), sono esposte al rischio di variazioni del reddito operativo notevolmente 
amplificate rispetto a variazioni dei volumi di attività: se questo aumenta, allora il reddito operativo 
cresce in misura notevolmente amplificata, se invece il volume di attività si riduce, il reddito operativo 
subisce una contrazione notevolmente amplificata. 
11
 Altro indicatore dell'elasticità strutturale dell'azienda è dato dal rapporto tra attivo fisso e attivo 
circolante. Normalmente aziende che presentano un rapporto AF/AC più elevato, presentano anche valori 
maggiori di leva operativa, a causa della maggiore incidenza dei costi fissi. Tra l'altro un'azienda che 
presenta CF più elevati avrà un Break Even Point maggiore, ovvero dovrà produrre e vendere maggiori 
volumi per poter coprire i costi fissi legati agli investimenti effettuati e raggiungere il pareggio. 
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3. La rischiosità strategica, che riflette la variabilità della redditività 
operativa legata al profilo strategico dell'azienda. In particolar modo 
questa rischiosità risente del grado di vantaggio competitivo e 
dell'orientamento alla crescita dell'impresa. Le imprese con un vantaggio 
competitivo forte e difendibile, riescono a sostenere meglio delle altre le 
fasi negative del mercato. Conseguentemente sono giudicate meno 
rischiose, in quanto i loro risultati tendono ad essere più stabili e 
prevedibili rispetto a quelli di imprese competitivamente deboli (aziende 
con un vantaggio competitivo scarsamente difendibile o del tutto prive di 
vantaggio competitivo). In secondo luogo, quanto più sono ambiziosi gli 
obiettivi di crescita e sviluppo di un'impresa, tanto maggiore si può 
ritenere la sua rischiosità, dato che maggiore tenderà ad essere la 
variabilità dei suoi risultati futuri. Viceversa imprese che optano per una 
strategia conservativa, avranno prospettive di crescita minori, ma sul 
piano del rischio sono da considerare meno rischiose, dato che i risultati 
futuri attesi tenderanno ad essere meno volatili di quelli promessi da una 
strategia aggressiva. 
Questi 3 fattori, che potremmo chiamare "le tre S" (settore, struttura e strategia), 
determinano quindi il livello di rischiosità operativa di un'azienda. 
 
4. In base al criterio "possibilità di eliminazione tramite diversificazione", si 
distingue tra rischio sistematico e rischio specifico. 
Questa distinzione è molto diffusa nell'ambito della finanza e dei metodi per la 
stima del costo del capitale. 
Per rischio sistematico si intende il rischio che l'investitore non può eliminare 
neanche attraverso una diversificazione del proprio portafoglio finanziario
12
. Il 
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 Secondo quando affermano due autorevoli studiosi come Brealey e Myers, il rischio sistematico deriva 
dalla constatazione che ci sono problemi e pericoli che interessano l'intera economia, rappresentando una 
minaccia per tutte le attività. Questa è la ragione per cui le azioni hanno la tendenza a muoversi insieme. 
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rischio sistematico infatti trae origine da fenomeni di carattere generale ed è 
legato a variabili macroeconomiche, a variazioni generali dell'economica, che in 
quanto tali colpiscono tutte le aziende operanti in un determinato sistema 
economico. Pur esistendo per tutte le aziende, il rischio sistematico non colpisce 
tutte con la stessa intensità; vi saranno aziende più colpite di altre ed addirittura 
aziende che presentano un andamento anticiclico. Ad esempio il rischio 
sistematico può essere legato a fenomeni di recessione dell'economia, che colpirà 
tutte le aziende, anche se certamente quelle che già operano ai margini del 
mercato, ovvero in condizioni economiche negative, o le imprese di minori 
dimensioni saranno quelle che più risentiranno della crisi, rispetto magari ad 
aziende di maggiori dimensioni che magari operano in più mercati. Un esempio 
di azienda anticiclica in caso di recessione è l'Università, dato che 
tendenzialmente si osserva che quanto la domanda di lavoro cala, aumenta la 
domanda di formazione
13
. 
Nella teoria finanziaria, il rischio sistematico viene tipicamente contrapposto al 
cosiddetto rischio specifico, inteso come quel rischio che, essendo legato a 
variabili specifiche dell'azienda, può essere eliminato dall'investitore attraverso 
un'appropriata diversificazione del proprio portafoglio. Potremmo dire che la 
rischiosità specifica di un'azienda attiene all'incertezza e alla volatilità che 
caratterizzano la redditività attesa per effetto di fattori del tutto peculiari 
all'impresa. 
Uno dei metodi più noti e diffusi per la stima del capitale proprio è il metodo del 
Capital Asset Pricing Model (CAPM), il quale considera il costo del capitale 
proprio una grandezza composta dal tasso di rendimento degli impieghi di 
liquidità a rischio nullo (il cosiddetto risk free rate) e da un premio per il rischio 
che l'investitore assume investendo in azioni. Nel determinare il premio per il 
rischio, il modello del CAPM tiene conto soltanto del rischio sistematico e non 
del rischio specifico, in quanto dato che un investitore razionale, attraverso una 
                                                                                                                                                                          
Di conseguenza gli investitori, a prescindere dalla diversificazione dei loro portafoglio titoli, sono esposti 
alle incertezze del mercato. 
13
 Quando il mercato assorbe meno in termini di posti di lavoro, vi è una tendenza ad iscriversi 
all'Università, o comunque a partecipare a corsi di formazione. 
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adeguata diversificazione del proprio portafoglio, può eliminare questo rischio, 
non ha diritto a nessuna remunerazione, a nessun premio aggiuntivo per questa 
forma di rischio. 
 
Tra le diverse classificazioni dei rischi, abbiamo citato la distinzione tra rischi 
operativi e rischi finanziari. La proposta di scindere la componente del rischio 
operativo da quella associabile al rischio finanziario, risulta particolarmente 
interessante ai fini dell'analisi del rischio economico generale. Abbiamo visto che 
il rischio operativo indica la variabilità del risultato della gestione caratteristica, 
variabilità che può derivare sia da eventi esterni alla combinazione produttiva che 
da fattori insiti nel sistema aziendale. Il rischio legato a variabili esterne può 
essere scisso a sua volta nel rischio macroambientale e nel rischio legato al 
settore.  
Il rischio macroambientale rappresenta la possibilità che si verifichi uno 
scostamento negativo del risultato operativo rispetto a quanto ipotizzato, per 
effetto di cambiamenti dello scenario generale. Cambiamenti destinati ad 
impattare su tutte le aziende di un settore, anche se l'impatto potrà essere diverso 
da azienda ad azienda (ad esempio un peggioramento del rapporto di cambio 
euro/dollaro penalizza le aziende che hanno una più elevata incidenza di acquisti 
da fornitori con listino prezzi in dollari). 
A questa componente si aggiunge la rischiosità determinata da fenomeni 
riconducibili alle caratteristiche e alle forze competitive del settore. Tra i fattori 
che determinano la rischiosità operativa di origine settoriale possiamo citare la 
variabilità delle domanda, la variabilità dei prezzi-ricavo e dei prezzi-costo, la 
rigidità della struttura dei costi del settore, il tasso di sviluppo di un settore 
(generalmente aziende che operano in settori in crescita e in forte sviluppo sono 
meno rischiose rispetto a quelle che operano in settori ormai maturi o in declino), 
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il grado di concentrazione di clienti e fornitori, la presenza di barriere 
all'entrata.
14
 
Il rischio operativo risente poi, come abbiamo accennato sopra, anche di fattori di 
rischiosità interni all'azienda che possono avere un impatto negativo sul risultato 
della gestione caratteristica. Ad esempio alcuni fattori possono essere l'efficienza 
e l' efficacia dei processi che compongono la catena del valore, il grado di 
diversificazione dell'attività, la dimensione aziendale, la competenza del 
personale.  
Nell'ambito dei modelli utilizzati per la stima del valore, ai fini del calcolo del 
costo del capitale, per esprimere la rischiosità operativa si utilizza il beta 
operativo o unlevered, che indica la rischiosità dell'azienda in caso di rischio 
finanziario nullo. Secondo l'impostazione classica degli studi di finanza 
d'impresa, questa ipotesi si realizza solo in caso di assenza di indebitamento 
finanziario. In presenza di indebitamento invece la rischiosità complessiva 
dell'azienda risente anche della componente legata al rischio finanziario. 
Come abbiamo avuto modo di vedere precedentemente il rischio finanziario in 
una accezione ristretta indica la variabilità del risultato netto dovuta alla struttura 
finanziaria. Il rischio finanziario risente dunque delle caratteristiche della 
struttura finanziaria e del rapporto tra capitale di rischio e capitale di credito.  
Tuttavia la composizione delle fonti di finanziamento non è l'unica determinante 
del rischio finanziario, dato che su esso incide anche la dinamica dei flussi 
finanziari in entrata e in uscita derivanti dalla gestione caratteristica ed extra-
caratteristica. E' infatti possibile che nel corso dello svolgimento dei processi 
gestionali (tipicamente dei processi di acquisto-produzione-vendita) si possano 
manifestare eventi, quali difficoltà di riscossione dei crediti, insolvenza da parte 
dei clienti, incremento inaspettato delle scorte di prodotti finiti, che possono 
                                                          
14
 Un utile punto di partenza per l'analisi dei fattori che determinano la rischiosità operativa di origine 
settoriale, potrebbe essere il modello porteriano della concorrenza allargata, che individua cinque fattori 
che influenzano la redditività di un settore. 
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causare delle deficienze di liquidità, che ovviamente impattano negativamente 
sulla dinamica finanziaria causando squilibri tra entrate e uscite
15
.  
Si perviene dunque ad una concezione più ampia di rischio finanziario, che tiene 
conto sia della struttura finanziaria che della dinamica finanziaria. In questa 
accezione ampia di rischio si collocano anche i rischi legati agli strumenti 
finanziari di copertura
16
. Tra questi rientrano i rischi legati ad oscillazioni dei 
tassi di interesse, dei tassi di cambio, del valore di mercato dei titoli che possono 
ridurre il valore delle attività e delle passività finanziarie. Inoltre in questa classe 
possono essere inclusi i rischi di oscillazione del valore di mercato di beni 
soggetti a quotazione e che possono far variare il valore delle rimanenze. 
In base a questa accezione ampia di rischio finanziario, esso potrebbe sussistere 
anche nei casi di assenza di indebitamento, dato che potrebbe essere legato ad 
un'inefficace sincronizzazione tra entrate e uscite o a condizioni di rischiosità che 
riguardano le attività finanziarie e patrimoniali. 
E' dunque dalla combinazione di queste due componenti, rischio operativo e 
rischio finanziario, che si determina il rischio economico generale, ossia il rischio 
complessivo che grava sulla combinazione produttiva. 
 
 
1.4 Il sistema di risk management 
Tutte le organizzazioni indipendentemente dalla loro forma giuridica, dalle loro 
dimensioni e dal settore in cui operano, intraprendono azioni volte a fronteggiare 
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 Dunque anche la sincronizzazione temporale tra entrate e uscite è un fattore che indice sulla rischiosità 
finanziaria di un'azienda. Questa infatti nel corso dell'esercizio potrebbe anche essere in grado di generare 
liquidità, se guardiamo alle entrate e uscite complessive del periodo, ma se le uscite precedono 
temporalmente le entrate, questo può causare una crisi di liquidità che certamente concorre ad 
incrementare la rischiosità finanziaria (l'impresa infatti potrebbe essere costretta a ricorrere a 
finanziamento bancario a breve, come scoperti di conto corrente, su cui dovrà pagare degli interessi che 
avranno un impatto negativo sul CE e in particolare sul risultato netto di periodo). 
16
  Tra gli strumenti di gestione del rischio, come vedremo, rientrano anche strumenti finanziari quali i 
derivati che possono essere utilizzati per coprirsi da rischi finanziari quali rischio di tasso di interesse e 
rischio di cambio. 
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i rischi che si presentano nel corso della gestione. In tutte le aziende è infatti 
possibile riscontrare la presenza di iniziative volte a contenere il profilo di rischio 
insito nell'attività aziendale. 
La gestione del rischio (risk management) può essere definito in prima battuta 
come quel processo attraverso il quale si misura o si stima il rischio e 
successivamente si sviluppano delle iniziative e strategie per governarlo allo 
scopo di contenerlo entro i limiti ritenuti accettabili
17
. Della gestione del rischio 
si occupano sia le imprese di grandi dimensioni, attraverso dei team appositi, sia 
le piccole imprese che praticano informalmente la gestione del rischio. 
Nelle aziende di piccole dimensioni, infatti, l'attività di risk management si 
sviluppa generalmente secondo modelli non formalizzati, che vedono 
l'imprenditore spesso direttamente coinvolto anche nel fronteggiamento dei rischi 
che riguardano la gestione operativa. Con il crescere delle dimensioni, e per 
effetto dei processi di delega decisionale, il risk management tende a svilupparsi 
ai vari livelli in cui si articola la struttura organizzativa, coinvolgendo tutto il 
personale ed assumendo connotati diversi in relazione alle problematiche delle 
varie aree coinvolte. Tipicamente a livello di vertice l'attenzione si concentra sui 
rischi che riguardano il profilo strategico dell'azienda, a livello di SBU verranno 
gestiti i rischi che riguardano quella particolare combinazione 
prodotto/mercato/tecnologia, a livello di funzione l'attenzione sarà focalizzata su 
quei fattori di rischio che possono impattare sulle attività che rientrano in tale 
area funzionale, infine ai livelli esecutivi l'attenzione si focalizza sui rischi legati 
allo svolgimento di attività ed operazioni elementari. 
Nonostante questa articolazione, ai fini di una corretta ed efficace gestione dei 
rischi, è necessario mantenere una visione unitaria e globale, e non pensare al 
risk management come un processo a compartimenti stagni, in cui ci si preoccupa 
soltanto della propria area di responsabilità, perdendo di vista il vero obiettivo, 
                                                          
17
 Come abbiamo osservato nel secondo paragrafo di questo capitolo, il rischio è un elemento insito 
nell'attività aziendale e che non può essere eliminato. Per questo motivo nelle aziende si tende a definire 
una soglia, che in gergo viene definita risk appetite, che sta ad indicare l'ammontare complessivo di 
rischio che un'organizzazione è disposta ad assumersi nello svolgimento della propria attività. 
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che è quello di gestire il rischio che complessivamente grava sulla combinazione 
produttiva. Si deve infatti ricordare che anche ai livelli operativi possono 
nascondersi dei fattori di rischio che possono avere un impatto negativo sulla 
reputazione, sulla competitività dell'azienda e quindi sulla sua sopravvivenza. 
Inoltre nel panorama italiano si riscontrano differenze tra la gestione del rischio 
nel settore finanziario e la gestione del rischio nelle altre organizzazioni 
aziendali. Nelle aziende che operano nel settore finanziario, banche in primis, ma 
anche società di assicurazione, Società di Gestione del Risparmio (SGR), Società 
di Investimento a Capitale Variabile (SICAV), Società di Intermediazione 
Mobiliare (SIM), si assiste, anche per effetto dell'evoluzione della normativa che 
impone a questi intermediari di dotarsi di una struttura di gestione dei rischi, 
all'adozione e allo sviluppo di tecniche e strumenti anche molto sofisticati per la 
gestione delle diverse tipologie di rischio che caratterizzano il business di queste 
aziende (primo su tutti il rischio di credito). Tra l'altro nelle aziende bancarie 
sono state create delle apposite unità organizzative (unità di risk management) a 
cui è affidato il compito di sviluppare, monitorare e mantenere aggiornati, 
modelli interni per la misurazione dei rischi insiti nell'attività di intermediazione 
creditizia e finanziaria. Nelle aziende industriali, invece, il risk management 
spesso si sviluppo in maniera informale, ed è insito nella gestione e nei processi 
decisionali. 
In sostanza riassumendo quando finora affermato, nell'organigramma di 
un'azienda potremmo trovare o meno una unità di risk management, ovvero 
un'unità organizzativa specificamente adibita a curare ogni aspetto della gestione 
del rischio. Abbiamo visto che queste unità sono presenti nell'ambito delle 
società che operano nel settore finanziario, sia per una finalità gestionale (dato 
che per l'attività di intermediazione che svolgono, la gestione del rischio fa parte 
del loro core business), ma sopratutto per necessità di conformità alla normativa. 
Per quanto riguarda le aziende che non fanno parte di questo settore, nella 
maggior parte dei casi il risk management si sviluppa in modo informale, per cui 
funzioni appositamente dedicate a questa attività potremmo trovarle nelle società 
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di maggiori dimensioni, in particolare quotate, anche se non è detto che queste 
aziende sviluppino un modello di risk management formalizzato. 
Sembrano infatti ancora poche le aziende che non operano nel settore finanziario, 
che si sono dotate di schemi formalizzati che descrivono il loro processo di risk 
management. In ogni caso si possono individuare due approcci alla gestione del 
rischio: un approccio globale di tipo enterprise risk management, in cui tutta 
l'organizzazione è coinvolta nella gestione dei rischi che riguardano le varie aree 
della struttura, e un approccio settoriale, in cui il processo di risk management 
viene predisposto in relazione al conseguimento di uno specifico obiettivo, come 
ad esempio la sicurezza sui luoghi di lavoro, e pertanto tali attività si limitano 
esclusivamente ad alcune aree ed attività aziendali. 
Onde evitare equivoci è bene precisare che si deve fare una distinzione tra attività 
di risk management e unità/funzione di risk management. Infatti anche se 
nell'organigramma di un'azienda non è presente una "unità di risk management", 
appositamente dedicata a queste tematiche, l'attività di gestione del rischio è 
presente in tutte le aziende, dalla piccola impresa familiare alla grande società 
quotata. In azienda infatti in tutte le decisioni è possibile riscontrare una 
componente di risk management (anche il piccolo imprenditore che deve 
decidere se acquistare o meno un nuovo macchinario, nel prendere tale decisione 
oltre a considerare le opportunità, valuterà i rischi connessi a tale scelta). 
Fatta questa doverosa premessa, il sistema di risk management può essere 
definito come un complesso di attività, strumenti e tecniche, impiegate ai vari 
livelli dell'organizzazione per identificare, valutare e gestire i rischi nell'ottica di 
salvaguardare la creazione di valore
18
. 
Analizzando questa definizione si possono individuare alcuni elementi che 
qualificano il sistema di risk management (Figura 1) in azienda: 
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 In senso più ampio il concetto di Risk Management comprende l’insieme delle attività mirate a 
individuare, valutare, gestire e controllare tutti i tipi di eventi (rischi e opportunità). 
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 innanzi tutto si tratta di un sistema complesso, costituito da un insieme di 
elementi, che nel loro insieme sono finalizzati a gestire gli eventi rischiosi 
che gravano sull'economicità della gestione; 
 il risk management si sviluppa ai vari livelli in cui si articola la struttura 
organizzativa, coinvolgendo tutto il personale e quindi soggetti che 
operano in aree organizzative diverse; 
 le attività di individuazione, valutazione e trattamento dei rischi, 
rappresentano gli elementi costitutivi di un processo che si avvale di 
risorse umane, tecniche e finanziarie e che si sviluppa in modo iterativo 
durante la vita dell'azienda
19
; 
 l'obiettivo principale di questo processo è rappresentato dalla salvaguardia 
del valore creato dall'azienda attraverso la sua gestione, mediante il 
trattamento dei rischi che sono stati identificati e valutati. 
 
Sulla base di quanto affermato all'interno del sistema di risk management si 
possono evidenziare tre elementi costitutivi fondamentali: 
1. gli attori; 
2. il processo; 
3. le tecniche e gli strumenti. 
Gli attori rappresentano i soggetti che ai vari livelli dell'organizzazione sono 
impegnati nelle attività di identificazione, valutazione e trattamento dei rischi, e 
nel loro insieme costituiscono la dimensione soggettiva del sistema di risk 
management. 
Il processo, secondo l'impostazione classica degli studi di risk management, si 
articola nelle tre tipiche fasi di identificazione, valutazione e trattamento dei 
rischi. In breve, la fase di identificazione è volta a individuare i rischi che 
gravano sulla combinazione produttiva e che possano impattare negativamente 
                                                          
19
 Per essere efficace il processo di risk management non può svolgersi una tantum, ma deve essere 
realizzato in maniera continuativa, per monitorare continuamente e tenere aggiornati i rischi già 
identificati, ed eventualmente per individuarne di nuovi. 
30 
 
sull'economicità della gestione; la fase di valutazione è volta ad attribuire un 
giudizio al rischio, un certo livello di esposizione in termini di probabilità di 
accadimento e impatto che potrà derivare dalla sua manifestazione. Questa fase è 
fondamentale per stabilire eventuali priorità di intervento e per individuare le 
alternative migliori per la gestione del rischio in questione; la fase di trattamento 
consiste nell'individuare la "cura" da adottare per contenere e, se possibile, 
eliminare il rischio. Si tratta dunque di stabilire quali azioni di fronteggiamento 
sono le più idonee e dare loro attuazione. 
Rispetto a quello appena descritto, che costituisce lo schema tradizionale, alcuni 
autori propendono per includere nel processo di gestione del rischio anche la 
comunicazione degli eventi rischiosi, che a seconda dei destinatari a cui è rivolta 
può essere distinta in comunicazione interna e comunicazione esterna. 
La comunicazione interna (reporting interno) è rivolta agli attori che operano 
all'interno dell'organizzazione aziendale, ed è intesa come una componente 
trasversale al processo di risk management sopra descritto, che accompagna e 
supporta le tre fasi di identificazione, valutazione e trattamento dei rischi. 
La comunicazione esterna (reporting esterno) è invece rivolta agli interlocutori 
esterni alla azienda, ed è vista come una componente che si colloca a valle delle 
tre fasi tradizionali del processo di risk management, quale componente destinata 
a fornire agli stakeholder informazioni sui risultati del processo di gestione del 
rischio.  
Tra l'altro l'informativa sui rischi costituisce un aspetto che negli ultimi anni sta 
assumendo un'importanza crescente, sopratutto per effetto di specifiche 
normative
20
, per cui sembra destinata a diventare a tutti gli effetti un elemento del 
processo di risk management, che si articolerebbe dunque in quattro fasi: 
identificazione, valutazione, trattamento e reporting esterno dei rischi. 
                                                          
20
 Si pensi a titolo d'esempio alla riforma dell'art. 2428 del c.c. riguardante la relazione sulla gestione, con 
la quale è stato introdotto l'obbligo di fornire una descrizione dei principali rischi ed incertezze a cui la 
società è esposta. 
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Il processo rappresenta dunque la componente dinamica del sistema di risk 
management, che si sviluppa nel corso della vita aziendale senza soluzione di 
continuità. Il fatto che il processo di risk management si svolga in maniera 
iterativa, è una diretta conseguenza di uno degli elementi caratterizzanti il rischio 
in azienda, ovvero la sua dinamicità. Dato che i rischi si evolvono nel tempo, il 
processo di gestione del rischio non può svolgersi in maniera sporadica, ma deve 
svilupparsi in maniera ciclica. 
Infine la terza componente del sistema di risk management è rappresentata dalle 
tecniche e dagli strumenti che gli attori utilizzano per l'efficace svolgimento del 
processo. Si tratta quindi di tutti quegli elementi (catalogo degli eventi, 
workshop, modelli probabilistici, meccanismi di controllo, contratti derivati) che 
supportano gli attori nelle varie fasi del processo e che nel loro insieme 
costituiscono la dimensione oggettiva del sistema di risk management.  
Figura 1: Il sistema di risk management 
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1.5 L'evoluzione del risk management
21
 
Il contesto economico di riferimento e l'evoluzione normativa, sia essa 
trasversale ai vari settori di attività o specifica di alcuni tipi di business, 
impongono ai manager aziendali e agli imprenditori un'attenzione crescente verso 
le tematiche del corretto monitoraggio, della misurazione, del controllo e della 
gestione dei rischi. 
Storicamente l'atteggiamento delle aziende nei confronti del rischio, era di tipo 
difensivo. Di fatto la sola modalità di gestione del rischio che era prevista, 
consisteva nella cessione del rischio stesso o di una sua parte, ad una compagnia 
di assicurazione. Si trattava, quindi, di un atteggiamento passivo, di mero 
trasferimento del rischio all'esterno, che non produceva nessun beneficio in 
termini di efficienza dei processi aziendali e conseguente ottimizzazione di costi 
e risorse. Non si poteva quindi parlare di gestione del rischio vera e propria. 
Questo atteggiamento si è progressivamente trasformato, fino a diventare 
proattivo
22
, volto quindi ad effettuare un'analisi dinamica del rischio, al fine di 
prevedere l'insorgenza di nuovi rischi o la modifica di quelli esistenti, e cogliere 
le opportunità che si possono nascondere dietro ai rischi stessi (viene accolta 
l'accezione positiva di rischio). Il risk management deve quindi consentire una 
mappatura preventiva dei rischi, ed una loro conseguente gestione finalizzata a 
stabilire strategie di mitigazione del rischio stesso e al miglioramento di processi 
e procedure.  
Un ulteriore passo in avanti è stato l'affermarsi dell'approccio di tipo olistico
23
 
tipico dell'enterprise risk management, modello di riferimento in materia di risk 
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 Estratto da un articolo pubblicato da Milliman, una delle principali società mondiali di consulenza 
attuariale e strategica, sul tema "Enterprise Risk Management". 
22
 Capacità di prevenire e anticipare i problemi e i bisogni futuri e, più in generale, abilità nel gestire i 
cambiamenti. 
23
 L'olismo (dal greco όλος, cioè "la totalità") è una posizione teorico-metodologica basata sull'idea che le 
proprietà di un sistema non possano essere spiegate esclusivamente tramite le sue componenti. Per il 
punto di vista "olistico", la sommatoria funzionale delle parti è sempre maggiore/differente della somma 
delle prestazioni delle parti prese singolarmente. Un tipico esempio di struttura olistica è l'organismo 
biologico, perché un essere vivente, in quanto tale, va considerato sempre come un'unità-totalità non 
esprimibile con l'insieme delle parti che lo costituiscono. Ma anche una macchina, in molti casi, non 
essendo esprimibile come una sommatoria funzionale delle sue parti, deve essere considerata olistica. 
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management proposto nel 2004 dal Committee of Sponsoring Organizations of 
the Treadway Commission, di cui parleremo nel secondo capitolo. Lo scopo 
fondamentale dell'ERM è di individuare eventi potenziali che possano influire 
sull'attività aziendale, al fine di gestire il rischio entro i limiti coerenti con la 
propensione al rischio aziendale, e quindi fornire una ragionevole sicurezza sul 
conseguimento degli obiettivi. La caratteristica fondamentale alla base dell'ERM 
è l'approccio olistico, detto anche enterprise, ovvero l'analisi della struttura 
aziendale nel suo complesso, da cui conseguentemente si ricava la struttura dei 
rischi sottostanti. La Figura 2 illustra graficamente cosa significhi adottare un 
approccio di tipo enterprise, ricorrendo alla metafora di un iceberg. Questo 
approccio si distingue da quello statico e retrospettivo, nel quale in primis si 
analizza "la parte che sta fuori dall'acqua", ovvero le conseguenze di un rischio 
(come ad esempio perdite derivanti da un rischio operativo). Al contrario, 
l'approccio enterprise, si concentra in primis su "ciò che sta sotto l'acqua", ovvero 
la struttura, e considera le manifestazioni del rischio come conseguenza del 
malfunzionamento di una o più componenti del sistema. Focalizzandosi sulla 
struttura nel suo complesso, è possibile coglierne l'evoluzione nel tempo e, 
potenzialmente, prevedere i rischi emergenti, ovvero quei rischi che non si sono 
manifestati in passato e che, conseguentemente, non possono essere individuati 
mediante un approccio retrospettivo. Per essere efficace, quindi, l'approccio alla 
gestione del rischio non deve essere statico ma dinamico, ovvero in grado di 
adattarsi all'evoluzione della realtà di riferimento.  
Figura 2: Approccio di tipo enterprise 
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In Figura 3 vengono rappresentate le fasi fondamentali che contraddistinguono 
un processo di risk management, secondo l'approccio di tipo enterprise. 
Figura 3: Fasi di un processo di tipo enterprise 
 
 
 
 
 
 
 
Nel corso dell'ultimo decennio si è assistito alla trasformazione del modello ERM 
da una interessante teoria, a strumento strategico indispensabile per il 
raggiungimento degli obiettivi aziendali. Tuttavia l'eterogeneità di 
regolamentazione e di contesto economico-culturale, fanno si che non tutti i paesi 
e i settori di business, si trovino allo stesso stadio del processo evolutivo in tema 
di risk management. In particolare in Italia, come abbiamo accennato nel 
paragrafo precedente, si possono suddividere le imprese in due grandi categorie: 
quelle del settore finanziario (come ad esempio compagnie assicurative e istituti 
di credito) e le società che non operano nel settore finanziario. Le prime sono 
caratterizzate da un approccio nei confronti del rischio, che possiamo definire 
"regulatory driven", e quindi tradizionalmente sensibili nei confronti delle 
tematiche di risk management. Tale sensibilità deriva in parte dalla tipologia di 
business (se consideriamo le compagnie assicurative, il loro core business 
consiste proprio nell'assumersi rischi di terzi; ma anche gli istituti di credito nella 
loro attività di erogazione del credito, sono esposte a rischi di insolvenza, il 
cosiddetto rischio di controparte), e in parte dalla presenza di specifiche 
normative di settore in tema di gestione del rischio. Le società non finanziarie, 
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invece, sono caratterizzate da una gestione del rischio guidata storicamente da 
esigenze di business. Tuttavia il quadro normativo di riferimento si sta evolvendo 
anche per queste società, e sono sempre più frequenti le emanazioni in tema di 
gestione del rischio. Dobbiamo però considerare il fatto che esiste una 
significativa differenza tra società multinazionali o comunque grandi società 
quotate, e le PMI che rappresentano la stragrande maggioranza del panorama 
aziendale italiano, per cui in molti casi non troviamo sistemi di risk management 
sviluppati all'interno delle aziende. 
 
 
1.6 Il risk management nel sistema d'azienda 
All'interno dell'azienda possiamo trovare dei punti di contatto tra il risk 
management e altri elementi. In particolare il risk management si lega con: 
 la strategia; 
 i sistemi di controllo interno; 
 le politiche gestionali; 
 la valutazione delle performance. 
La gestione dei rischi intesa come attività di identificazione, valutazione e 
trattamento, caratterizza innanzi tutto la fase di formulazione della strategia, 
durante la quale l'analisi dei rischi riveste un'importanza cruciale. A tal proposito 
uno dei modelli più noti di analisi strategica, utilizzato come strumento di 
supporto durante questa fase, è rappresentato dalla SWOT Analysis
24
, che 
considera l'analisi delle minacce e delle opportunità, dei punti di forza e di 
debolezza un momento fondamentale del processo di formulazione della 
strategia. Nell'ambito di questo modello il concetto di rischio può essere 
associato a quello di minacce (eventi esterni che possono impattare 
sull'economicità della gestione) e punti di debolezza (che potremmo definire 
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 L'acronimo SWOT sta per strenghts (punti di forza), weakness (punti di debolezza), opportunities 
(opportunità) e threats (minacce). 
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come una condizione di inferiorità dell'azienda rispetto ai suoi competitors, come 
ad esempio avere un brand meno noto).
25
 Entrambi questi elementi possono 
determinare uno scostamento negativo dei risultati prodotti dalla gestione, e 
quindi si allacciano alla definizione di rischio che abbiamo dato 
precedentemente. 
Alla luce di quanto detto risulta dunque evidente il legame tra risk management e 
formulazione della strategia, dato che l'identificazione dei rischi è un momento 
fondamentale di questo processo. Questa analisi dei rischi precede la 
formulazione delle alternative strategiche, che dovranno poi essere valutate al 
fine di scegliere quella più conveniente. In quelle aziende in cui si adottano 
metodi di valutazione delle strategie basati sui modelli del valore, le informazioni 
ottenute a seguito dell'analisi dei rischi possono essere impiegate per scegliere tra 
le varie alternative strategiche. Tali informazioni potrebbero essere impiegate, ad 
esempio, per stimare il costo del capitale da utilizzare nel calcolo del valore 
associabile a ciascuna alternativa strategica. La scelta infatti non si basa soltanto 
sul rendimento che una certa strategia è in grado di garantire, ma si deve tener 
conto anche del rischio ad essa associato, in modo da optare per quella strategia 
che presenta il profilo rischio/rendimento migliore
26
. Il valore è quindi un 
indicatore che ci consente di racchiudere in un'unica informazione, il rischio e il 
rendimento associati ad una determinata alternativa strategica. 
Per completezza è giusto ricordare che la scelta di una alternativa strategica non 
si basa solo sui risultati che emergono dai modelli di valutazione, ma risente 
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 Sul tema Damodaran distingue il concetto di rischio da quello di minaccia, ritenendo che la minaccia è 
un evento che ha bassa probabilità di verificarsi con conseguenze negative significative, mentre il rischio 
rappresenta un evento che ha una probabilità maggiore di verificarsi, e sul quale si hanno informazioni 
sufficienti per poterne stimare sia la probabilità che l'impatto, ovvero le conseguenze che deriveranno dal 
suo manifestarsi. 
26
 Nel valutare una strategia non si deve tener conto solo del suo rendimento (andando a considerare 
semplicemente la sommatoria degli utili che consentirà di conseguire in un certo orizzonte temporale). E' 
innanzi tutto necessario attualizzare i flussi di reddito futuri, per determinarne il valore attuale, e poi è 
necessario considerare il rischio, in quanto i rendimenti futuri ipotizzati nell'ambito di un business plan, 
potrebbero non verificarsi affatto, o comunque risultare di entità diversa da quella prevista. Per poter tener 
conto del rischio, è necessario incrementare il coefficiente di attualizzazione (ovviamente in relazione 
all'entità del rischio associato a quella determinata strategia); questo farà si che il valore attuale dei flussi 
di reddito associati a quella alternativa strategica sarà tanto minore, e quindi minore sarà il valore di 
quella strategia, quanto maggiore è il profilo di rischio ad essa associato. 
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anche di altri elementi, quali fattori emotivi, personali e psicologici che possono 
far si che la scelta non ricada sull'alternativa che presenta il miglior rapporto 
rischio/rendimento (che rappresenterebbe la scelta migliore dal punto di vista 
razionale). Tra questi fattori particolare rilievo riveste il concetto di risk appetite, 
ovvero la propensione al rischio, che indica l'ammontare complessivo di rischio 
che un soggetto è disposto ad assumersi. In particolare la propensione al rischio 
di una organizzazione risente di un insieme di fattori, molti dei quali sono 
riconducibili alla sfera personale delle persone che compongono l'area del 
soggetto economico (la loro propensione al rischio, le loro aspirazioni, le 
ambizioni e gli obiettivi personali). Questi fattori condizionano quindi la scelta 
tra le varie alternative strategiche, dato che una maggiore propensione al rischio 
potrebbe portare ad optare per strategie più aggressive a cui si associano 
maggiori flussi di redditività, ma anche un rischio più elevato e quindi una 
maggiore probabilità di insuccesso. 
Una volta deliberata la strategia si passa alla fase di realizzazione, durante la 
quale il contributo dell'analisi del rischio può essere utile nell'attività di controllo 
strategico. Risulta infatti necessario impostare attività di monitoraggio dei rischi 
precedentemente identificati in fase di formulazione, ed avviare attività di ricerca 
volte a individuare eventuali nuovi fattori di rischio che possono pregiudicare la 
validità del progetto strategico. Monitoraggio e ricerca rappresentano dunque un 
elemento centrale del controllo strategico, attività che dovrebbero svolgersi in 
maniera continua al fine di individuare e fronteggiare tempestivamente quegli 
eventi che possono ridurre il valore della strategia operante.  
 
Il risk management influenza non soltanto la gestione strategica, ma anche 
l'attività direzionale e quella esecutiva; nell'ambito di queste attività l'analisi dei 
rischi guida la definizione dei piani d'azione da attuare per consentire la 
realizzazione della strategia che è stata deliberata. A livello direzionale, i 
manager nel definire i piani da intraprendere per conseguire gli obiettivi che gli 
sono stati assegnati dall'alta direzione (in conformità con la strategia aziendale), 
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dovranno identificare e valutare i rischi che riguardano la propria area di 
responsabilità e che possono quindi ostacolare il raggiungimento degli obiettivi 
prefissati, stabilendo le azioni da porre in essere per potervi fare fronte. Quindi 
nella definizione delle politiche gestionali è implicitamente presente un'azione di 
risk management, allo scopo di aumentare la probabilità di raggiungimento degli 
obiettivi stabiliti
27
. La creazione di un sistema di risk management è quindi 
funzionale al perseguimento degli obiettivi che l'azienda si è posta. 
In sostanza la formulazione dei piani d'azione per perseguire gli obiettivi, deve 
avvenire tenendo conto dei rischi, per cui ogni responsabile di un'area funzionale 
è tenuto a gestire i rischi specifici che riguardano la sua area di azione. I rischi 
quindi condizionano non soltanto la formulazione della strategia, ma anche le 
politiche gestionali formulate nelle varie aree dell'organizzazione. 
In maniera analoga anche ai livelli esecutivi si realizzano dei processi di risk 
management allo scopo di prevenire il manifestarsi di eventi avversi, oppure per 
contenere i danni conseguenti al verificarsi delle situazioni temute
28
.  
Il risk management si sviluppa dunque ai vari livelli della struttura organizzativa: 
a livello strategico, a livello manageriale e a livello operativo. 
 
Naturalmente il risk management presenta un legame con i sistemi di controllo 
interno, dato che le attività di controllo devono essere definite in funzione dei 
rischi che gravano sulla combinazione produttiva, ovvero maggiore è il livello di 
rischiosità insito nell'attività aziendale, maggiori (più pervasivi, più analitici) e 
frequenti dovranno essere i controlli. Si ricordi infatti che il sistema di controllo 
interno rappresenta l'insieme di meccanismi, procedure e strumenti (controlli 
appunto), predisposti dalla direzione e attuati ai vari livelli organizzativi, per 
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 Le politiche gestionali sono volte a definire le azioni che dovranno essere attuate per orientare l'azione 
aziendale verso il conseguimento dei suoi obiettivi. Ogni area organizzativa avrà la sua politica 
gestionale, per cui se consideriamo una struttura semplice articolata in funzioni acquisti-produzione-
vendite, si avrà una politica degli acquisti, una politica di produzione, e una politica commerciale. 
28
 Ricordiamo come sia fondamentale la gestione dei rischi anche ai livelli operativi, in quanto anche in 
tali attività possono annidarsi dei rischi che possono avere impatti devastanti sull'economicità della 
gestione e sulla reputazione aziendale. 
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assicurare il conseguimento degli obiettivi aziendali
29
. Se pensiamo che i rischi 
rappresentano degli eventi che possono ostacolare o pregiudicare il 
raggiungimento degli obiettivi, è facile intuire il legame che esiste tra queste due 
componenti. L'analisi del rischio guida quindi la definizione delle attività di 
controllo. 
A quanto sopra esposto si deve aggiungere che il controllo interno costituisce una 
delle modalità di fronteggiamento di alcuni rischi particolari che gravano 
sull'azienda. 
 
Infine il rischio influenza anche il tema della valutazione delle performance. In 
precedenza abbiamo visto che il rischio esprime l'eventualità di conseguire 
risultati peggiori rispetto a quelli attesi, quindi a fronte di un aumento dello stato 
di rischiosità dell'azienda, cresce la possibilità che, in un certo arco di tempo più 
o meno lungo, la redditività possa attestarsi su valori più bassi di quelli ipotizzati, 
o addirittura assumere segno negativo. Per questo motivo, il rischio rappresenta 
uno dei parametri di cui tener conto nei processi di valutazione delle performance 
aziendali
30
. 
In particolare il concetto di rischio entra in gioco  quando si passa da sistemi di 
misurazione delle performance basati sui risultati contabili a sistemi di 
                                                          
29 Il controllo interno è definito dall' AIIA come "un processo, svolto dal consiglio di amministrazione, 
dai dirigenti e da altri operatori della struttura aziendale, che si prefigge di fornire una ragionevole 
sicurezza sulla realizzazione degli obiettivi rientranti nelle seguenti categorie: efficacia ed efficienza 
delle attività operative; attendibilità delle informazioni di bilancio; conformità alle leggi e ai regolamenti 
in vigore". Si tratta quindi di un processo, ovvero una serie di azioni riguardanti l'attività aziendale svolte 
con continuità, e non di un evento isolato. Esso è attuato dal Cda, dal management e da altre persone; in 
altre parole è realizzato da individui, che operano in azienda. Sono infatti gli individui che stabiliscono gli 
obiettivi dell'impresa e che attivano i meccanismi di controllo. Il controllo interno è finalizzato a fornire 
una ragionevole sicurezza sul conseguimento degli obiettivi, ovvero anche se ben concepito e ben 
funzionante, il controllo interno non potrà mai garantire al management e al Cda l'assoluta certezza di 
raggiungere gli obiettivi prefissati. La probabilità di realizzazione degli obiettivi risente infatti dei limiti 
insiti in tutti i sistemi di controllo, ed inoltre risente anche di fattori che l'azienda non può gestire. Infine 
gli obiettivi che ogni organizzazione si pone, definendo le linee d'azione per realizzarli, possono essere 
classificati in tre categorie: efficace ed efficiente impiego delle risorse aziendali; attendibilità delle 
informazioni di bilancio; osservanza di norme e regolamenti in vigore nello svolgimento dell'attività 
aziendale. 
30
 Analizzare le performance guardando anche all'evolversi dello stato di rischiosità, rappresenta un 
aspetto molto interessante ed utile al fine di inquadrare il processo di risk management nell'ambito delle 
azioni finalizzate alla salvaguardia del valore. 
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misurazione basati sulla stima del valore, in cui diventa necessario tenere conto 
del rapporto rischio/rendimento.  
I primi sono quei sistemi che si basano sui dati di bilancio, valutando la 
performance in relazione al calcolo e al confronto di indici di bilancio. 
Ovviamente questi sistemi consentono di misurare il rendimento ma non il 
rischio, e quindi offrono un'informazione sulla perfomance che potremmo 
definire "incompleta", dato che per poter formulare un giudizio adeguato sulla 
performance di un'azienda è opportuno tener conto anche del grado di rischiosità 
ad essa associato
31
.  
Per poter formulare un giudizio più completo sulla performance è necessario fare 
riferimento ad un parametro che tenga conto del rendimento ma anche del 
rischio. A tale fine si opta per sistemi di misurazione delle performance che si 
basano sulla creazione di valore. 
L'assunto generale è che un capitale crea valore quando il suo rendimento è 
superiore al suo costo. Si ha quindi la seguente relazione: 
Creazione di valore = Redditività del cap. investito - Costo del cap. investito 
In questi modelli di valutazione delle performance il rischio entra in gioco in 
quanto la rischiosità dell'impresa incide sul costo del capitale proprio e sul costo 
del capitale di debito. Nel paragrafo successivo affronteremo il tema del legame 
tra rischio e costo del capitale. 
 
 
                                                          
 
31
 Se ad esempio il Roi, che ricordiamo indica la redditività del capitale investito in azienda, risulta 
aumentato da un anno all'altro, questi sistemi sono portati a valutare positivamente la performance 
dell'azienda. Il problema è che il Roi fornisce una misura del rendimento che non tiene conto del rischio. 
Se questo incremento del Roi fosse stato ottenuto mediante scelte che hanno aumentato il livello di 
esposizione dell'azienda al rischio, come ad esempio quella di vendere anche a clienti poco solvibili, 
questo magari nel futuro potrebbe ripercuotersi negativamente sulle performance dell'azienda.  
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1.7 Il legame tra rischio, costo del capitale e creazione di valore
32
 
Come abbiamo visto in precedenza, l'obiettivo principale del processo di risk 
management è costituito dalla salvaguardia del valore creato dall'azienda, 
mediante l'identificazione, valutazione e trattamento degli eventi rischiosi. A tal 
proposito può risultare interessante vedere, brevemente, come il rischio possa 
influenzare la creazione di valore, analizzando la relazione tra rischio e costo del 
capitale. 
Possiamo osservare che qualunque modello si voglia adottare per determinare il 
valore economico dell'impresa e la creazione di valore, è necessario tener conto 
del costo del capitale, la cui determinazione presenta sempre delle difficoltà, dato 
che fa parte della famiglia dei costi opportunità, ovvero costi che per definizione 
non possono essere espressi attraverso misure oggettivamente determinabili.
33
 Si 
rende quindi necessario procedere a delle stime, per giungere a delle misure, che 
anche se oggettive non sono, rappresentino comunque una stima accettabilmente 
significativa della variabile che vogliamo apprezzare. Un aiuto determinante 
proviene dal grande sviluppo che dagli anni Sessanta ad oggi ha avuto la teoria 
della finanza d'impresa, che ha messo a punto modelli logici che si sono rivelati 
estremamente efficaci sul piano pratico, consentendo la costruzione di banche-
dati sempre più ricche e di modelli quantitativi sempre più evoluti. 
Nell'impostazione zappiana il valore del capitale economico
34
, si ottiene dalla 
capitalizzazione dei flussi di reddito prospettici dell'azienda. Si tratta quindi di 
una grandezza derivata che dipende dall'entità dei flussi di reddito che l'azienda 
sarà in grado di generare, nell'orizzonte temporale preso come riferimento per la 
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 Estratto da Donna G., "La creazione del valore nella gestione dell'impresa", Roma, Carocci, 1999. 
33
 In economia il costo opportunità è il costo derivante dal mancato sfruttamento di un'opportunità 
concessa al soggetto economico. In altri termini, il costo opportunità è il sacrificio che un operatore 
economico deve compiere per effettuare una scelta economica. L'alternativa a cui si deve rinunciare 
quando si effettua una scelta economica è detta costo opportunità (opportunity cost). Ad esempio, quando 
una persona inizia a lavorare rinuncia ad una parte del proprio tempo libero al fine di ottenere un reddito 
economico, il tempo libero rappresenta il costo opportunità della scelta. I costi-opportunità si usano per 
valutare gli aspetti di scelte che non comportano necessariamente uno sborso monetario da parte di 
qualcuno, ma possono essere utili per scegliere tra diverse strategie alternative in campo economico e più 
in generale in ogni settore del comportamento umano. 
34
 Si definisce capitale economico quella particolare configurazione del capitale d'impresa che si intende 
determinare quando si valuta il sistema aziendale nel suo complesso al fine del trasferimento.  
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valutazione, e dal tasso di attualizzazione di tali flussi. Quest'ultimo in particolare 
dovrebbe comprendere una misura del rischio legato all'attività imprenditoriale
35
. 
Il capitale economico è quindi una configurazione di capitale che, a differenza di 
altre (capitale di bilancio, capitale di liquidazione), incorpora una misura del 
rischio economico-generale che grava sulla combinazione produttiva. 
Le modalità da seguire per determinare il tasso di attualizzazione, è un 
argomento sul quale si discute molto sia nella letteratura che nella pratica 
valutativa. Uno dei criteri più diffusi è quello di considerare come tasso di 
attualizzazione il costo del capitale utilizzato per finanziare l'investimento (che 
come vedremo tiene conto del rischio legato all'investimento in questione). 
Per quanto riguarda la creazione di valore, nell'ottica dell'azionista un'azienda 
crea valore quando è in grado di generare uno spread positivo tra il rendimento 
del capitale investito e il costo del capitale utilizzato per finanziare 
l'investimento. 
Come si può notare in entrambi i casi, determinazione del valore del capitale 
economico e determinazione del valore creato, c'è bisogno di un parametro dato 
dal costo del capitale investito. Come è noto, il costo di una qualunque risorsa 
corrisponde al prezzo che i fornitori di quella risorsa pretendono per metterla a 
disposizione dell'impresa. Stesso discorso vale per il capitale di cui l'azienda si 
avvale per finanziare la propria attività; l'unica differenza sta nel fatto che la 
risorsa-capitale ha due possibili gruppi di fornitori: i finanziatori a titolo di debito 
e quelli a titolo di pieno rischio (in altri termini coloro che forniscono risorse 
finanziare in veste di creditori dell'azienda, e coloro che apportano risorse 
finanziarie a titolo di capitale proprio). La naturale conseguenza di tutto ciò, è 
che il costo del capitale impiegato da un'impresa, non può che essere pari alla 
media ponderata tra il costo del capitale di rischio e il costo del capitale di debito, 
                                                          
 
35
 Il fatto di incorporare il rischio nei tassi di attualizzazione riflette la prospettiva di un investitore 
avverso al rischio, il quale tenderà ad attribuire un valore minore all'investimento, al crescere della 
variabilità del rendimento atteso dall'investimento, ovvero al crescere del rischio. 
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tenuto conto del peso che capitale proprio e capitale di debito hanno nell'ambito 
della struttura finanziaria dell'azienda
36
. 
L'assunzione che viene fatta negli studi sul valore è che il costo del capitale 
contenga una misura del rischio. Nel proseguo della trattazione vedremo come il 
rischio incide sul costo dell'indebitamento e sul costo del capitale proprio. Prima 
di procedere è doveroso precisare che nell'ambito di questo lavoro mi limiterò a 
fornire una descrizione generale e di sintesi sull'argomento, in particolar modo 
non affronterò nel dettaglio i vari metodi proposti per la stima del costo del 
capitale proprio. Qualora il lettore fosse interessato ad approfondire l'argomento, 
potrà soddisfare il suo interesse nell'ampia letteratura disponibile su queste 
tematiche. 
 
Il costo del capitale di debito 
Delle due questa è certamente la componente più semplice da determinare, dato 
che è visibile ed esplicita, in quanto corrisponde al tasso di interesse che i 
finanziatori in generale richiedono all'azienda sui finanziamenti ad essa concessi. 
Nonostante la maggiore semplicità di determinazione sono necessarie alcune 
precisazioni: 
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 Il costo medio ponderato del capitale, anche indicato con l'acronimo inglese WACC (weighted average 
cost of capital), consiste nella media ponderata tra il costo del capitale proprio e il costo del capitale di 
debito. Esso rappresenta il tasso di rendimento minimo che un'azienda deve generare per coprire il costo 
del capitale impiegato per finanziare la propria attività e quindi per remunerare azionisti, creditori e in 
generale tutti gli altri fornitori di capitale. Il WACC viene calcolato tenendo conto del peso relativo di 
ciascuna componente della struttura finanziaria. La formula del WACC è la seguente: 
 
     
 
dove: 
 
c - costo medio ponderato del capitale 
y - tasso di rendimento richiesto o atteso del capitale proprio (costo del capitale proprio) 
b - tasso di remunerazione richiesto dal capitale di debito (costo del capitale di debito) 
tc - aliquota fiscale 
D - debiti complessivi 
E - capitale proprio 
K - capitale complessivo investito in azienda. 
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a) tale costo dovrebbe essere determinato in base ai tassi di mercato vigenti, 
in modo da riflettere il prezzo a cui il mercato è disposto ad offrire 
capitale e a cui l'impresa potrebbe ottenere finanziamenti. Questo significa 
che se momentaneamente l'azienda sta usufruendo di finanziamenti a tasso 
agevolato oppure a condizioni più sfavorevoli rispetto a quelle di mercato, 
si deve fare riferimento a quest'ultime e non agli interessi effettivamente 
pagati che risultano dal conto economico. Non è infatti detto che l'azienda 
in futuro riuscirà a indebitarsi nuovamente a condizioni favorevoli, o che 
continui a ricevere finanziamenti a condizioni peggiori rispetto a quelle 
mediamente presenti sul mercato; 
b) qualora l'indebitamento dell'azienda risulti articolato in più strumenti di 
finanziamento (come ad esempio mutui bancari, prestiti obbligazionari 
ecc.), si deve fare riferimento alla media ponderata del costo delle diverse 
forme di finanziamento a titolo di debito; 
c) inoltre il costo del capitale di debito deve essere determinato 
coerentemente con la struttura finanziaria che l'impresa desidera adottare. 
I finanziatori infatti potrebbero pretendere, e normalmente è così, un tasso 
di interesse diverso a seconda del livello di indebitamento dell'impresa 
finanziata
37
. 
Da questo ultimo punto emerge come l'onerosità dell'indebitamento sia 
influenzata dal rischio d'azienda. In altre parole il "prezzo" praticato dai 
finanziatori comprende una componente volta a remunerarli per il rischio di 
insolvenza dell'impresa. Di conseguenza ad un aumento del rischio, 
corrisponderà un aumento del costo dell'indebitamento, che potrà manifestarsi 
                                                          
37
 In altri termini la struttura finanziaria di riferimento dovrebbe rappresentare la struttura obiettivo 
dell'impresa. Questo significa che i pesi da attribuire ai debiti e al capitale proprio, ai fini del calcolo del 
costo del capitale, possono essere estratti dalla situazione in essere solo se l'azienda ha l'intenzione di 
conservare tale struttura finanziaria. Qualora, invece, l'impresa abbia l'intenzione di modificare la propria 
struttura finanziaria, aumentando o diminuendo il grado di indebitamento, allora non si dovrà fare 
riferimento ai pesi attuali, ma alla proporzione tra debiti e capitale di rischio della struttura finanziaria 
obiettivo. Questo per evitare di fare riferimento a situazioni temporanee, che non sono destinate a 
perdurare, e che potrebbero ridurre la significatività dei risultati della nostra analisi. 
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sotto forma di aumento del tasso di interesse oppure mediante richiesta di 
maggiori garanzie reali e personali a favore del finanziatore. 
In particolare l'aumento dell'indebitamento fa si che l'azienda sia percepita dai 
suoi finanziatori come più rischiosa, e questo ovviamente si ripercuote sul tasso a 
cui le vengono concessi finanziamenti. Questo avviene essenzialmente per due 
motivi: 
1. dato che un'azienda rimborsa i suoi finanziamenti sulla base di piani di 
ammortamento, che prevedono delle scadenze ben definite per il 
pagamento della quota di capitale maggiorata dagli interessi, questo fa si 
che maggiore è il livello di indebitamento, maggiore dovrà essere la 
capacità dell'azienda di generare, attraverso la sua gestione caratteristica, 
flussi di liquidità sufficienti per far fronte alle uscite (che ovviamente 
saranno tanto maggiori, quanto più l'azienda è indebitata). Quindi 
maggiore è il livello di indebitamento, maggiore è la probabilità che 
l'azienda non riesca a generare liquidità sufficiente per far fronte agli 
impegni derivanti dalla gestione finanziaria. Inoltre il manifestarsi di 
asincronie, sia di tempo che di entità, tra flussi finanziari in entrata e flussi 
finanziari in uscita legati alla restituzione del debito, può portare l'azienda 
a effettuare scelte anti-economiche per far fonte a situazioni di punta 
finanziaria
38
; 
2. quando un'azienda ha una struttura finanziaria molto sbilanciata verso 
l'indebitamento, rischia che un aumento del costo del debito (dovuto ad un 
aumento dei tassi di interesse sul mercato, o al fatto che i finanziatori 
percepiscono l'azienda più rischiosa, richiedendo quindi un tasso 
maggiore), se non adeguatamente bilanciato da un aumento della 
redditività operativa, abbia un effetto negativo sui risultati netti, tanto 
maggiore quanto maggiore è il grado di indebitamento. In altri termini si 
verifica un inversione dell'effetto leva finanziaria. 
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 Tra l'altro i flussi in entrata sono generalmente incerti, dato che sono legati alla capacità dell'azienda di 
collocare i suoi prodotti sul mercato e di incassare i suoi crediti, mentre i flussi in uscita sono solitamente 
certi e predeterminabili, dato che sono legati ad un piano di rimborso del finanziamento. 
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Se si considera, a titolo d'esempio, l'indebitamento bancario, gli istituti di credito 
negli ultimi anni attribuiscono un importanza crescente all'analisi del rischio 
dell'azienda, nelle loro scelte di concessione di finanziamenti e di pricing del 
credito. Tra l'altro già da alcuni anni, è sempre più frequente riscontrare 
nell'ambito dei contratti di finanziamento delle clausole, dette covenants, che 
legano la misura del tasso di interesse ad alcuni indicatori contabili, come 
l'EBITDA, la posizione finanziaria netta
39
, il portafoglio ordini, il fatturato e il 
suo trend, il MOL
40
, in modo tale da adeguare il costo dell'indebitamento 
all'evoluzione della situazione economico-finanziaria dell'impresa e del suo 
livello di rischio. Inoltre l'analisi del rischio costituisce, una tappa fondamentale 
del processo di assegnazione del rating da parte delle agenzie specializzate, ed un 
incremento del rischio potrebbe tradursi in un peggioramento del rating 
dell'azienda, con un conseguente aumento del costo dell'indebitamento bancario. 
Spesso si è portati a considerare il costo del debito come una costante, pari al 
tasso di interesse che si può ricavare dal bilancio rapportando gli oneri finanziari 
ai debiti finanziari. In realtà abbiamo visto come il costo del debito risenta del 
livello di rischiosità dell'azienda, infatti più l'azienda è percepita rischiosa dai 
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 La Posizione Finanziaria Netta (PFN) è un indicatore sempre più utilizzato nelle analisi finanziarie, per 
esprimere un giudizio sulla situazione finanziaria dell'azienda. Essa, nota anche come indebitamento 
finanziario netto, esprime in maniera sintetica il saldo tra fonti ed impieghi di natura finanziaria. La PFN 
si può ottenere dalla differenza tra debiti di finanziamento e attività di natura finanziaria (banca, cassa, 
crediti finanziari, titoli, partecipazioni). Questo indicatore viene utilizzato, guardando alla sua evoluzione 
nel tempo, per valutare la solidità finanziaria dell’impresa dato che indica la parte dei debiti di 
finanziamento, a cui l’azienda è in grado di far fronte attingendo alla liquidità presente in cassa e banca o 
che potrebbe essere generata dalle attività finanziarie, e quindi senza distogliere risorse dall’area 
operativa. La PFN indica quindi il grado di autosufficienza dell’area finanziaria, e l’ideale è che il suo 
valore sia 0 o negativo (naturalmente se calcolata nel modo sopra indicato). Tuttavia un valore 
eccessivamente negativo, potrebbe anche indicare un eccesso di risorse investite in attività finanziarie, 
che invece potrebbero essere impiegate nell’attività caratteristica. Questo indicatore sta assumendo 
sempre maggiore importanza, in virtù del fatto che le attività di natura finanziaria sono divenute nel 
tempo sempre più rilevanti nei bilanci aziendali, imponendo una maggiore attenzione nella gestione di tali 
attività. Se calcolata nel modo sopra indicato, la PFN può essere negativa, caso in cui i crediti finanziari e 
le altre attività finanziarie sono superiori ai debiti finanziari, oppure positiva, nel caso in cui i debiti 
finanziari siano superiori ai crediti e alle altre attività di natura finanziaria. In questo caso tale differenza 
indica l'esposizione netta dell'azienda nei confronti dei terzi finanziatori. 
40
 Un indicatore molto utilizzato è il MOL / indebitamento. Il MOL esprime infatti il flusso di cassa 
potenziale derivante dalla gestione caratteristica (essendo determinato sottraendo al Valore Aggiunto i 
costi del personale), per cui rapportandolo al livello di indebitamento dell'azienda, fornisce una prima 
indicazione circa la capacità dell'azienda di generare, mediante la gestione caratteristica, liquidità 
sufficiente per far fronte ai suoi debiti. Un'azienda sana infatti dovrebbe riuscire a pagare i suoi debiti 
attraverso i flussi di cassa che è in grado di generare, e non indebitandosi ulteriormente, con effetti 
negativi sulla sua redditività. 
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suoi finanziatori, tanto maggiore sarà il tasso che questi applicheranno sui 
finanziamenti come forma di remunerazione per il rischio. 
 
Il costo del capitale proprio 
Delle due componenti il costo del capitale, questa rappresenta quella che 
sicuramente determina maggiori problemi e difficoltà nell'ambito dei processi 
valutativi, tant'è che negli anni sono stati elaborati numerosi modelli per la stima 
del costo del capitale proprio. 
Non è obiettivo di questo lavoro fornire una descrizione dettagliata dei vari 
modelli per la stima di questa variabile, per cui mi limiterò ad una trattazione 
generale dell'argomento. 
In finanza il costo del capitale proprio rappresenta il tasso di rendimento minimo 
che una azienda deve offrire ai propri azionisti al fine di remunerare i fondi da 
questi ricevuti. Concettualmente il costo del capitale proprio rappresenta un costo 
opportunità per l'azionista, dato che questi, investendo i suoi capitali in azienda, 
rinuncia al rendimento che avrebbe potuto ottenere impiegando le sue risorse in 
investimenti alternativi. Nella pratica questo si traduce nel fatto che il costo del 
capitale proprio deve corrispondere almeno al rendimento offerto da impieghi di 
capitale privi di rischio, maggiorato da un "premio" commisurato al livello di 
rischiosità attribuibile all'azienda in questione. 
Come sappiamo il rischio è un elemento intrinseco al funzionamento della 
combinazione produttiva, e che ad ogni impresa è possibile associare un certo 
profilo di rischio. Di conseguenza maggiore è il rischio associato ad un'azienda, 
maggiore quindi è la variabilità associata ai rendimenti che la stessa può 
garantire, maggiore sarà il rendimento che gli azionisti si aspettano per essere 
incentivati ad investire i loro capitali in azienda. E' del tutto evidente infatti che 
un soggetto razionale, a parità di altre condizioni, tra due investimenti alternativi 
opterà per quello che presenta il rischio minore.  
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Traducendo questi ragionamenti in una semplice formula si ottiene che il costo 
del capitale è dato da 
Ke = Rf + Pk 
dove Rf  sta ad indicare il cosiddetto risk-free rate
41
, ovvero il tasso di 
rendimento di investimenti privi di rischio, e Pk indica il premio per il rischio, 
ovvero quella maggiorazione che deve essere garantita come forma di 
remunerazione per il rischio che l'azionista corre investendo i suoi capitali in una 
attività rischiosa quale quella di impresa; ovviamente la sua entità risentirà del 
livello di rischiosità della specifica azienda considerata. 
Sulla base della formula di cui sopra, risulta quindi chiaro che il costo del 
capitale proprio deve essere superiore al rendimento offerto da investimenti privi 
di rischio, dato che affinché un investitore razionale sia portato ad investire in 
azienda, investimento per sua natura rischioso e i cui rendimenti sono incerti e 
possono subire oscillazioni nel tempo, piuttosto che in un investimento risk-free, 
è necessario che tale impiego garantisca un rendimento maggiore. Poi 
ovviamente la misura del premio per il rischio potrà essere più o meno elevata, in 
relazione al livello di rischiosità associato all'azienda presa in considerazione. E' 
del tutto evidente infatti, che il costo del capitale proprio di un'azienda più 
rischiosa, sarà maggiore di quello di un'azienda percepita meno rischiosa dagli 
investitori, proprio perchè gli azionisti richiedono una maggiore remunerazione 
per il rischio che corrono. 
Potremmo dire quindi che il costo del capitale proprio rappresenta la 
remunerazione che un'azienda deve garantire agli investitori, per attrarre 
finanziamenti a titolo di capitale di rischio. 
 
                                                          
41
 Generalmente per determinare il risk-free rate si fa riferimento al rendimento corrente dei titoli di Stato, 
in particolare di quelli a medio-lungo termine, per l'omogeneità in termini di durata, con il capitale 
investito a rischio in un'impresa, che appunto rappresenta un investimento per sua natura non di breve 
periodo.  
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Per quanto riguarda il premio per il rischio, la moderna teoria finanziaria 
suggerisce di determinare questo parametro, a partire dal cosiddetto premio 
medio di mercato (Pm), ovvero il maggior rendimento rispetto a Rf di un ipotetico 
portafoglio finanziario comprendente tutti i titoli esistenti sul mercato. In altre 
parole sta ad indicare il maggior rendimento mediamente richiesto dal mercato 
rispetto al risk-free rate. Sulla base di questa riflessione, la determinazione del 
premio per il rischio appropriato per una particolare impresa dipenderà dal grado 
di rischiosità relativo di quest'ultima, ovvero dalla sua maggiore o minore 
rischiosità rispetto alla media del mercato. Generalmente il parametro utilizzato 
per indicare la rischiosità dell'azienda in relazione a quella media del mercato (il 
grado di rischiosità relativa appunto), viene indicato con il simbolo β. Tale 
coefficiente risulterà tanto maggiore quanto più rischiosa l'impresa sarà 
considerata rispetto alla media del mercato. Di conseguenza potrà assumere 
valore pari a 1 nell'ipotesi in cui il rischio dell'impresa corrisponda a quello 
medio di mercato, mentre risulterà superiore o inferiore a 1, nell'ipotesi che il 
rischio sia giudicato, rispettivamente, maggiore o minore rispetto alla media. In 
altre parole β pari a 1 significa che l'azienda presenta un grado di rischiosità 
normale, β maggiore di 1 indica un livello di rischiosità superiore al normale e β 
minore di 1 indica un rischio inferiore al normale (dove per normale si intende in 
linea con la media di mercato). 
Sulla base di quanto detto possiamo affermare che Pk = β * Pm. 
Ai fini della determinazione del costo del capitale proprio nella pratica, in 
particolare per la determinazione del premio per il rischio da sommare al risk-
free rate, si può ricorrere a vari metodi tra cui il principale è il CAPM (Capital 
Asset Pricing Model), a cui si contrappone il metodo della Arbitrage Pricing 
Theory (APT). In considerazione dei limiti che questi due modelli presentano, in 
particolar modo per la stima del parametro β42, sono stati elaborati due metodi 
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 Il metodo del CAPM e dell'APT, prevedono infatti una estrazione del parametro β dall'osservazione dei 
valori di mercato, il che significa però che i β possono essere determinati sono per imprese quotate sul 
mercato mobiliare. Da questo deriva che per la maggioranza delle imprese (si ricorda come in Italia la 
stragrande maggioranza delle imprese non abbiano titoli quotati nei mercati regolamentati), il parametro β 
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alternativi per la determinazione della rischiosità relativa dell'azienda: il metodo 
del β assimilabile e il metodo del β empirico.43 
 
Con riferimento al risk-free rate, è interessante osservare come la situazione della 
finanza pubblica possa determinare valori diversi di questo parametro, da paese a 
paese. Ad esempio l'elevato debito pubblico italiano ha reso tendenzialmente più 
elevato il tasso risk free nel nostro paese rispetto ad altri. In un certo senso è 
come se, questo maggiore tasso incorpori di per se un premio per il rischio, 
legato alla situazione di instabilità economica e politica. Del resto spesso accade 
che ad un maggior Rf corrisponda un minor premio medio di mercato, a 
testimoniare come il mercato apprezzi in minor misura il differenziale di rischio 
tra investimenti cosiddetti risk-free e quelli rischiosi
44
. 
 
In conclusione possiamo evidenziare che tra rischio aziendale e valore del 
capitale economico esiste una relazione inversa: un aumento del rischio 
determina, a parità di altre condizioni, una riduzione del valore del capitale 
economico, a causa di un incremento dei tassi utilizzati per l'attualizzazione dei 
flussi di reddito. Si nota quindi come il rischio abbia un impatto negativo sui 
processi di creazione del valore. 
 
 
                                                                                                                                                                          
non possa essere determinato in questo modo e si debbano quindi ricercare vie alternative per la sua 
stima. 
43
 Per una trattazione dettagliata dei singoli modelli e per maggiori approfondimenti sull'argomento si 
rinvia a testi che trattano in maniera specifica queste tematiche. 
44
 In realtà il rischio zero non esiste, ma si usa dire investimenti privi di rischio per indicare quegli 
investimenti con il minor grado di rischio esistente sul mercato. 
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1.8 Le disposizioni del Codice di Autodisciplina in materia di risk 
management 
Nel dicembre 2011 il Comitato per la Corporate Governance di Borsa Italiana ha 
emesso la nuova edizione del Codice di Autodisciplina. Il nuovo testo, che 
sostituisce quello approvato nel 2006, introduce novità di ampia portata in 
materia di governo societario, sottolineando la centralità del consiglio di 
amministrazione nel sistema di gestione dei rischi. Questa modifica normativa 
dovrebbe contribuire ad accelerare l'introduzione di modelli di Risk Management 
e all'istituzione di nuove funzioni aziendali preposte alla gestione del rischio
45
. 
Il Codice di Autodisciplina all'art. 7, dedicato a "Sistema di controllo interno e di 
gestione dei rischi", stabilisce che "ogni emittente si dota di un sistema di 
controllo interno e di gestione dei rischi costituito dall’insieme delle regole, 
delle procedure e delle strutture organizzative volte a consentire 
l’identificazione, la misurazione, la gestione e il monitoraggio dei principali 
rischi. Tale sistema è integrato nei più generali assetti organizzativi e di governo 
societario adottati dall’emittente e tiene in adeguata considerazione i modelli di 
riferimento e le best practices esistenti in ambito nazionale e internazionale". Il 
codice prosegue affermando che "un efficace sistema di controllo interno e di 
gestione dei rischi contribuisce a una conduzione dell’impresa coerente con gli 
obiettivi aziendali definiti dal consiglio di amministrazione, favorendo 
l’assunzione di decisioni consapevoli. Esso concorre ad assicurare la 
salvaguardia del patrimonio sociale, l’efficienza e l’efficacia dei processi 
aziendali, l’affidabilità dell’informazione finanziaria, il rispetto di leggi e 
regolamenti nonché dello statuto sociale e delle procedure interne". 
Si evince quindi che affinché un sistema di controllo e di gestione dei rischi sia 
efficace deve essere integrato, ovvero si presuppone che le sue componenti siano 
                                                          
45
 Le raccomandazioni del Codice non sono vincolanti, ma le società quotate devono, in conformità alle 
Istruzioni al Regolamento di Borsa Italiana, tenere informati sia il mercato sia i propri azionisti in merito 
alla propria struttura di governance ed al grado di adesione al Codice. A tal fine, le società quotate sono 
tenute alla pubblicazione di una apposita relazione, in occasione della pubblicazione dei dati di bilancio, 
che viene messa a disposizione dell’assemblea dei soci e contestualmente trasmessa a Borsa Italiana, che 
la mette a disposizione del pubblico.  
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coordinate e interdipendenti tra di loro e che il sistema nel suo complesso, sia a 
sua volta integrato nell'assetto organizzativo, amministrativo e contabile della 
società.
46
 
Il testo dell'art. 7 del Codice prosegue evidenziando che il sistema di controllo 
interno e di gestione dei rischi coinvolge vari attori, indicandone ruoli e 
responsabilità. In particolare mi concentrerò sui compiti in materia di gestione 
del rischio. 
Una posizione centrale è sicuramente ricoperta dal Consiglio di Amministrazione, 
che svolge un ruolo di indirizzo e di valutazione dell'adeguatezza del sistema ed 
individua al suo interno:  
 uno o più amministratori, incaricati dell'istituzione e del mantenimento di 
un efficace sistema di gestione dei rischi (nel seguito indicato come 
amministratore incaricato del sistema di gestione dei rischi); 
 un comitato controllo e rischi, con il compito di supportare, con 
un'adeguata attività istruttoria, le valutazioni e le decisioni del consiglio di 
amministrazione relative al sistema di gestione dei rischi. 
In particolare il consiglio di amministrazione, previo parere del comitato 
controllo e rischi: 
a) definisce le linee di indirizzo del sistema di gestione dei rischi, in modo 
tale che i principali rischi dell'emittente e delle sue controllate, siano 
correttamente identificati, adeguatamente misurati, gestiti e monitorati nel 
tempo; 
b) definisce il livello di rischio compatibile con gli obiettivi strategici 
dell'emittente; 
                                                          
46
 Le componenti del sistema spaziano dai cosiddetti controlli “di linea” (o «di primo livello») effettuati 
dai responsabili di aree operative, al cosiddetto controllo di gestione, che attiene alla pianificazione e 
controllo del business aziendale, sino alla revisione interna (internal audit), intesa come attività di verifica 
generale sulla struttura e sulla funzionalità dei controlli interni (controllo «di terzo livello»). In particolare 
il controllo di gestione è finalizzato a guidare la gestione verso il conseguimento degli obiettivi stabiliti, 
rilevando, attraverso la misurazione di appositi indicatori, lo scostamento tra obiettivi pianificati e 
risultati conseguiti e informando di tali scostamenti gli organi responsabili, affinché possano decidere e 
attuare le opportune azioni correttive. 
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c) valuta, con cadenza almeno annuale, l'adeguatezza del sistema di controllo 
interno e di gestione dei rischi rispetto alle caratteristiche dell'impresa e al 
profilo di rischio assunto, nonché la sua efficacia; 
d) descrive, nella relazione sul governo societario, le principali caratteristiche 
del sistema di gestione dei rischi, esprimendo la propria valutazione sulla 
sua adeguatezza. 
In sostanza al consiglio di amministrazione, in quanto organo di vertice e di 
governo societario, spetta innanzi tutto il compito di definire le linee guida per il 
sistema di gestione dei rischi, coerentemente con il profilo di rischio della 
società. Inoltre al consiglio compete la valutazione dell'adeguatezza del sistema 
di gestione dei rischi. Di norma questa valutazione viene svolta periodicamente, 
ma il verificarsi di eventi imprevisti nel corso della vita sociale, può richiedere 
approfondimenti straordinari, volti a verificare l'efficacia dei controlli in 
relazione a situazioni particolari.  
Nell'esercizio di questi compiti il Cda necessità di un'adeguata attività 
istruttoria
47
, che tipicamente viene svolta da un comitato di amministratori, che 
viene appunto definito "comitato controllo e rischi". Tuttavia il consiglio di 
amministrazione potrebbe anche decidere di svolgere tali attività istruttorie 
direttamente, senza la costituzione di un apposito comitato, nell'ottica di 
snellimento delle strutture di governance. Tale decisione si fonda su una 
valutazione di fattori relativi alla complessità e al settore di attività in cui opera 
l'emittente (ad esempio natura dell'attività e appartenenza a un settore 
regolamentato; fatturato e/o attivo di bilancio; numero di dipendenti; svolgimento 
di attività di impresa in aree geografiche a rischio ecc.). Lo svolgimento di queste 
funzioni in forma collegiale da parte dell'intero Cda, richiede a ciascun 
amministratore un impegno speciale e al presidente di informare in modo 
adeguato i colleghi in merito agli argomenti da discutere. Tuttavia non è possibile 
evitare la nomina del Comitato Controllo e Rischi se l'emittente è controllato da 
altro emittente o sottoposto a direzione e coordinamento. 
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 L'attività istruttoria è quella volta alla ricognizione di dati, informazioni ed elementi utili ai fini della 
decisione finale. Si tratta quindi di un'attività di preparazione per una valutazione successiva. 
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Al Cda è inoltre richiesto di individuare al proprio interno un amministratore 
incaricato dell'istituzione e mantenimento del sistema di controllo interno e di 
gestione dei rischi
48
. L'amministratore incaricato del sistema di gestione dei 
rischi può essere alternativamente, un amministratore già investito di deleghe 
operative
49
, oppure un amministratore non destinatario di altre deleghe, qualora 
sia ritenuto particolarmente adatto allo svolgimento della funzione sopra indicata 
(in questo caso tale amministratore, in forza dell'incarico ricevuto, dovrebbe 
essere qualificato come amministratore esecutivo)
50
. 
Il comitato controllo e rischi è composto da amministratori indipendenti. In 
alternativa tale comitato può anche essere composto da amministratori non 
esecutivi, in maggioranza indipendenti
51
; in questo caso il presidente del 
comitato deve essere scelto tra gli amministratori indipendenti. Almeno uno dei 
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 E' anche prevista la possibilità che il consiglio designi più amministratori incaricati: ad esempio ad un 
amministratore con delega all'amministrazione, finanza e controllo potrebbero essere attribuiti compiti 
relativi a tali aree di rischio, mentre a un amministratore con delega alla gestione aziendale, potrebbero 
essere attribuiti compiti relativi al controllo dei rischi operativi. 
49
 La scelta di affidare l'incarico di istituire il sistema di gestione dei rischi, ad un amministratore già 
investito di deleghe operative può presentare vantaggi legati alle specifiche conoscenze possedute da tale 
soggetto. 
50
 Il consiglio di amministrazione è l'organo collegiale a cui è affidata la gestione della società ed è 
composto da amministratori eletti dalla assemblea dei soci. Il consiglio di amministrazione non può, per 
la sua natura collegiale, assicurare la direzione quotidiana dell'azienda che, nella pratica, viene pertanto 
demandata al management, mentre il consiglio nomina e licenzia i manager, ne controlla l'operato, ne 
stabilisce la remunerazione e si occupa delle scelte strategiche e delle decisioni non delegabili. 
D'altra parte, i manager più importanti sono membri del consiglio di amministrazione; ciò vale, in 
particolare, per i senior manager: presidente, amministratore delegato, direttore generale ecc. Si 
distinguono, a tale proposito, gli amministratori esecutivi (executive directors), che sono anche manager 
della società, dagli amministratori non esecutivi (non-executive directors), che invece non lo sono. La 
presenza di amministratori non esecutivi è necessaria per assicurare un efficace controllo sul 
management, visto che, da questo punto di vista, gli amministratori esecutivi si possono trovare in 
conflitto d'interesse. L'efficacia del controllo è in particolare assicurata dalla presenza, tra gli 
amministratori non esecutivi, di amministratori indipendenti, che soddisfano determinati requisiti 
personali tali da garantire che essi operino nell'esclusivo interesse della società e non del management o 
di singoli azionisti (tali amministratori non intrattengono, né hanno di recente intrattenuto, neppure 
indirettamente, con l’emittente o con soggetti legati all’emittente, relazioni tali da condizionarne 
attualmente l’autonomia di giudizio e il libero apprezzamento dell'operato del management). La best 
practice internazionale raccomanda di evitare la concentrazione di cariche in una sola persona senza 
adeguati contrappesi; in particolare viene spesso raccomandata la separazione tra il ruolo di presidente del 
consiglio di amministrazione (al quale la legge e la prassi affidano compiti di organizzazione dei lavori 
del consiglio e di raccordo tra amministratori esecutivi e amministratori non esecutivi), che dovrebbe 
essere affidato ad un amministratore non esecutivo, e quello di vertice del management (il 
cosiddetto capo azienda, variamente denominato: amministratore delegato, chief executive officer, 
direttore generale, ecc.), nonostante la diffusa pratica di unire i due ruoli nella stessa persona. 
51
 Ricordiamo infatti che non tutti gli amministratori non esecutivi, ovvero privi di deleghe operative e 
gestionali, sono anche indipendenti; quindi mentre da un lato possiamo affermare che gli amministratori 
indipendenti sono certamente amministratori non esecutivi, dall'altro lato non possiamo affermare il 
contrario. 
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componenti del comitato deve possedere un'adeguata esperienza in materia di 
gestione dei rischi; requisito che deve essere valutato dal consiglio di 
amministrazione al momento della nomina. In sostanza il comitato controllo e 
rischi assiste e supporta il cda nelle sue valutazioni e decisioni in tema di 
controllo e gestione dei rischi. 
Nello svolgere il suo ruolo di assistenza al consiglio di amministrazione il 
comitato 
a) esprime pareri specifici su aspetti inerenti l'identificazione dei principali 
rischi aziendali; 
b) esamina le relazioni periodiche aventi per oggetto la valutazione del 
sistema di controllo interno e di gestione dei rischi; 
c) monitora l'autonomia, l'adeguatezza, l'efficacia e l'efficienza della 
funzione di internal audit, e può richiederle lo svolgimento di verifiche su 
specifiche aree operative; 
d) riferisce al consiglio, almeno semestralmente, sull'attività svolta e 
sull'adeguatezza del sistema di controllo interno e di gestione dei rischi. 
 
L'altra figura nominata dal consiglio di amministrazione è l'amministratore 
incaricato del sistema di controllo interno e di gestione dei rischi (di norma è 
l'amministratore delegato, ma potrebbe anche essere un consigliere che non ha 
altre deleghe operative), il quale implementa il sistema e in particolare: 
a) cura l'identificazione dei principali rischi aziendali, tenendo conto delle 
caratteristiche delle attività svolte dall'emittente e dalle sue controllate, e li 
sottopone periodicamente all'esame del consiglio di amministrazione; 
b) dà esecuzione alle linee guida impartite dal consiglio di amministrazione, 
curando la progettazione, realizzazione e gestione del sistema di gestione 
dei rischi e verificandone continuamente l'adeguatezza e l'efficacia; 
c) provvede inoltre all'adattamento di tale sistema all'evolversi e al mutare 
delle condizioni operative e del panorama legislativo e regolamentare; 
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d) riferisce tempestivamente al comitato controllo e rischi (o al consiglio di 
amministrazione) in merito a problematiche e criticità emerse nello 
svolgimento della propria attività, in modo tale che il comitato (o il 
consiglio) possa prendere le opportune iniziative. 
 
Un ruolo importante è poi svolto dal responsabile della funzione di internal 
auditing, il quale è incaricato di verificare che il sistema di controllo interno e di 
gestione dei rischi sia adeguato e funzioni correttamente. In particolare questa 
figura: 
a) verifica, sia in via continuativa sia in relazione a specifiche necessità, 
l'operatività e l'idoneità del sistema di controllo interno e di gestione dei 
rischi, attraverso un piano di audit approvato dal consiglio di 
amministrazione, basato su un processo strutturato di analisi e 
prioritizzazione dei rischi principali; 
b) non è responsabile di alcuna area operativa e gerarchicamente dipende dal 
consiglio di amministrazione; 
c) predispone relazioni periodiche contenenti informazioni sulla propria 
attività, sulle modalità con le quali viene condotta la gestione dei rischi in 
azienda, nonché sul rispetto dei piani definiti per il loro contenimento. 
Queste relazioni contengono inoltre una valutazione sull'idoneità del 
sistema di controllo interno e di gestione dei rischi; 
d) predispone tempestivamente relazioni su eventi di particolare rilevanza; 
e) trasmette le relazioni di cui sopra ai presidenti del collegio sindacale, del 
comitato controllo e rischi e del consiglio di amministrazione, nonché 
all'amministratore incaricato del sistema di controllo interno e di gestione 
dei rischi. 
In sostanza il ruolo della funzione di internal auditing in materia di gestione dei 
rischi è quello di unità di staff, con il compito di affiancare e coadiuvare il 
management e gli altri attori coinvolti nel processo di risk management, nelle 
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attività di identificazione, valutazione e trattamento dei rischi. Rappresenta 
quindi una sorta di consulente interno, finalizzato a migliorare l'efficacia del 
processo di gestione dei rischi, facendosi anche portatore di tecniche, strumenti e 
metodologie formalizzate di risk management che possono consentire una 
migliore gestione del rischio in azienda. Normalmente la funzione di internal 
auditing è investita di questi compiti qualora in azienda non sia presente una 
specifica unità di risk management. In questo caso infatti le attività di cui sopra 
sono svolte da questa funzione, che è appositamente dedicata a tutto ciò che 
riguarda la gestione del rischio. 
 
Il Codice di Autodisciplina attribuisce un ruolo in materia di gestione del rischio 
anche al Collegio sindacale, il quale, nella sua veste di organo di vertice del 
sistema di controllo interno, deve vigilare sull'efficacia del sistema di controllo 
interno e di gestione dei rischi
52
. Si ha quindi una netta distinzione tra comitato 
controllo e rischi e collegio sindacale: il primo svolge un ruolo di supporto alla 
gestione, mentre il secondo un importante ruolo di vigilanza. 
 
Infine il Codice stabilisce che l'emittente debba prevedere modalità di 
coordinamento tra i soggetti coinvolti nella gestione del rischio, al fine di 
massimizzare l'efficienza del sistema di controllo interno e di gestione dei rischi 
e di ridurre duplicazioni di attività. 
 
Oltre ai soggetti precedentemente individuati, anche alle singole funzioni 
aziendali e ai manager che ne sono responsabili, spetta un ruolo in materia di 
                                                          
52
 Ai sensi dell'art. 2403 del c.c. "il collegio sindacale vigila sull'osservanza della legge e dello Statuto, sul 
rispetto dei principi di corretta amministrazione ed in particolare sull'adeguatezza dell'assetto 
organizzativo, amministrativo e contabile adottato dalla società, nonché sul suo corretto funzionamento". 
Lo Statuto delle società che non fanno ricorso al mercato del capitale di rischio e che non siano tenute alla 
redazione del bilancio consolidato, può prevedere che il controllo contabile sia esercitato dal collegio 
sindacale. In tal caso il collegio sindacale deve essere costituito da revisori contabili iscritti nel registro 
istituito presso il Ministero della Giustizia. 
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gestione del rischio. In particolare questi soggetti saranno responsabili della 
identificazione, valutazione, e gestione dei rischi tipici inerenti la loro area di 
responsabilità e dovranno monitorarli nel tempo. Una volta quindi che sono stati 
assegnati gli obiettivi ai vari manager funzionali, questo dovranno predisporre un 
loro processo di risk management, allo scopo di gestire i rischi che possono 
pregiudicare il raggiungimento degli obiettivi che sono stati loro assegnati. In un 
modello di gestione dei rischi ottimale, i singoli manager dovranno poi riferire 
all'Amministratore Delegato
53
 (o comunque al consiglio di amministrazione) sui 
principali rischi identificati e sulle modalità che intendono adottare per 
fronteggiarli, affinché il consiglio o l'AD possa approvare o meno tali politiche. 
 
Infine possiamo osservare che a parte la figura del dirigente preposto alla 
redazione dei documenti contabili
54
, al quale spetta per legge la responsabilità di 
                                                          
53
 L'amministratore delegato è un componente del consiglio di amministrazione, al quale il consiglio 
stesso ha delegato propri poteri. Infatti ai sensi dell'art. 2381 del c.c. "se lo statuto o l'assemblea lo 
consentono, il consiglio di amministrazione può delegare proprie attribuzioni ad un comitato esecutivo 
composto da alcuni dei suoi componenti, o ad uno o più dei suoi componenti". Nel linguaggio 
internazionale viene comunemente definito CEO (Chief Executive Office), inteso come l'amministratore 
che, in virtù delle deleghe ricevute e dell’esercizio in concreto delle stesse, è il principale responsabile 
della gestione dell’emittente. 
54
 La legge 28 dicembre 2005 n. 262, recante "Disposizioni per la tutela del risparmio e la disciplina dei 
mercati finanziari", anche nota come "Legge sulla tutela del risparmio", ha introdotto nel nostro 
ordinamento la figura del "Dirigente preposto alla redazione dei documenti contabili". A tale figura la 
norma affida tre importanti funzioni: 
1. dichiarare per iscritto, con firma congiunta a quella del direttore generale, la veridicità dei 
documenti sociali obbligatori per legge o diffusi al mercato, contenenti informazioni e dati sulla 
situazione economica, patrimoniale o finanziaria della società; 
2. predisporre adeguate procedure amministrative e contabili per la predisposizione del bilancio 
d'esercizio, del bilancio consolidato, ove previsto, e di ogni altra comunicazione di carattere 
finanziario; 
3. attestare con apposita relazione da allegare al bilancio d'esercizio e, ove previsto, al bilancio 
consolidato, l'adeguatezza e l'effettiva applicazione delle procedure di cui al punto precedente, 
nel corso dell'esercizio a cui il bilancio si riferisce, e la corrispondenza del bilancio alle 
risultanze dei libri e delle scritture contabili. 
 
In particolare si osserva come al dirigente preposto sia stata imposta l'adozione di apposite misure per 
prevenire il verificarsi di comportamenti "criminosi". Infatti esso deve predisporre " adeguate procedure 
amministrative e contabili per la predisposizione del bilancio d'esercizio, del bilancio consolidato, ove 
previsto, e di ogni altra comunicazione di carattere finanziario", procedure la cui adeguatezza e la cui 
effettiva applicazione dovranno poi essere attestate dallo stesso dirigente con apposita relazione. Le 
procedure rappresentano un complesso di regole e istruzioni operative a cui si deve fare riferimento, nello 
svolgimento di una determinata attività. E proprio guardando a questa funzione del dirigente preposto si 
coglie il suo ruolo nel processo di risk management, dato che tali procedure sono finalizzate a garantire 
un'informativa esterna veritiera e corretta, allo scopo di tranquillizzare gli interlocutori aziendali e in 
particolare il pubblico dei risparmiatori. Potremmo quindi dire che il dirigente preposto interviene nella 
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predisporre adeguate procedure amministrative e contabili per la formazione dei 
documenti di informativa finanziaria (ha quindi un ruolo in tema di gestione dei 
rischi di reporting), non esistono prescrizioni di carattere generale, applicabili a 
tutti gli emittenti indipendentemente dal settore di appartenenza, in tema di 
gestione del rischio.  
Spetta quindi a ciascun emittente stabilire quale sia l'assetto organizzativo più 
idoneo, in relazione alle caratteristiche dell'impresa, a consentire un efficace 
presidio sui rischi. E' dunque possibile che il monitoraggio e la gestione dei rischi 
vengano affidati alla responsabilità di manager che non sono dedicati a tali 
attività in via esclusiva. In questi casi quindi le singole funzioni aziendali, sono 
chiamate a mettere in atto un processo strutturato di analisi e gestione dei rischi, 
pur nel rispetto della necessità di mantenere una visione integrata, per evitare che 
in azienda si realizzino sistemi di risk management separati, garantendo quindi 
integrazione e uniformità di intenti che sono fondamentali per la gestione del 
rischio a livello complessivo aziendale. 
                                                                                                                                                                          
gestione dei rischi di reporting che, come abbiamo visto in precedenza, riguardano la qualità e 
l'affidabilità delle informazioni prodotte e rivolte all'interno ma anche all'esterno dell'azienda. 
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CAPITOLO II 
IL MODELLO ERM:                                               
ENTERPRISE RISK MANAGEMENT
1
 
 
2.1 Presentazione del modello 
Negli ultimi anni è cresciuto notevolmente l'interesse per le tematiche della 
gestione del rischio ed è diventata sempre più evidente la necessità di disporre di 
un valido modello di riferimento per identificare, valutare e gestire i rischi in 
modo efficace. Per questo motivo, nell'anno 2001, il CoSO (Committee of 
Sponsoring Organizations
2
) ha lanciato un progetto di studio incaricando la 
PricewaterhouseCoopers
3
 di elaborare un modello di riferimento, comprendente 
tutte le diverse tipologie di rischio, che potesse essere adottato dai manager per 
migliorare la gestione del rischio aziendale nelle loro organizzazioni. 
Nel corso del 2004 il CoSO, in collaborazione appunto con la 
PricewaterhouseCoopers, ha pubblicato il framework Enterprise Risk 
Management (ERM), che per certi versi rappresenta l'evoluzione del precedente 
documento (Internal Control - Integrated Framework)
4
, allo scopo di guidare e 
                                                          
1
 Ai fini della stesura di questo capitolo ho attinto in gran parte al testo "La gestione del rischio aziendale. 
ERM - Enterprise Risk Management: un modello di riferimento e alcune tecniche applicative". Edizione 
italiana a cura di Associazione Italiana Internal Auditors e PricewaterhouseCoopers.  
2
 Il "Committee of Sponsoring Organizations of the Treadway Commission" è una Commissione 
indipendente USA sponsorizzata delle maggiori associazioni professionali e industriali. Ha prodotto nel 
1992 il "CoSO Report 1" (Internal Control over Finacial Reporting) e nel 2004 il "CoSO Report 2" 
(ERM, integrated framework). 
3
 PricewaterhouseCoopers (PwC) è un network distribuito in 158 Paesi che fornisce servizi professionali 
di revisione di bilancio, advisory e consulenza legale e fiscale. La società odierna è il risultato della 
fusione tra la Price Waterhouse e la Coopers & Lybrand avvenuta nel 1998. PwC fa parte delle cosiddette 
"Big Four", termine con il quale si indicano le quattro società di revisione che si spartiscono il mercato di 
riferimento, insieme a Ernst & Young, Deloitte & Touche e KPMG. 
4
 Nel 1992 il "Committee of Sponsoring Organizations of the Treadway Commission" ha pubblicato un 
documento denominato "Internal Control - Integrated Framework", con l'obiettivo di aiutare le aziende a 
valutare e migliorare i propri sistemi di controllo interno, che rappresenta tutt'ora il modello di riferimento 
per i sistemi di controllo interno. Tale documento definisce il sistema di controllo interno come un 
processo, svolto dal consiglio di amministrazione, dai dirigenti e da altri operatori della struttura 
aziendale, che si prefigge di fornire una ragionevole sicurezza sulla realizzazione degli obiettivi rientranti 
nelle seguenti categorie: efficacia ed efficienza delle attività operative, attendibilità delle informazioni di 
bilancio, conformità alle leggi ed ai regolamenti a cui spesso viene aggiunto l'obiettivo di salvaguardia del 
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supportare il management delle aziende e di altri enti, per migliorare la gestione 
dei rischi connessi al conseguimento degli obiettivi aziendali, attraverso un 
modello integrato che intende comprendere tutti i rischi aziendali. In altri termini 
questo modello rappresenta una base di partenza per valutare il processo di 
gestione del rischio nelle singole aziende con l'obiettivo di migliorarlo, qualora 
l'azienda sia già dotata di un sistema di risk management, oppure un punto di 
riferimento in base al quale implementare all'interno della combinazione 
produttiva un sistema di risk management. 
Tutte le aziende devono fronteggiare eventi incerti
5
 e la sfida per il management 
è quella di determinare la quantità di incertezza
6
 che l'azienda è disposta ad 
accettare per creare valore per gli azionisti. La sopravvivenza di un'azienda, 
infatti, indipendentemente dalla sua natura, è assicurata dalla capacità di creare 
valore per i suoi stakeholder. Questo enunciato costituisce la filosofia di fondo 
della gestione del rischio aziendale. L'incertezza può rappresentare sia un rischio 
sia un'opportunità, e potenzialmente può ridurre o accrescere il valore 
dell'azienda. A tal proposito l'ERM si propone come un modello di riferimento 
che può consentire al management di affrontare efficacemente le incertezze, e 
quindi i conseguenti rischi ed opportunità, accrescendo così la capacità 
                                                                                                                                                                          
patrimonio aziendale. Secondo la proposta del CoSO report, il S.C.I. è composto da cinque componenti: 
ambiente di controllo; valutazione dei rischi; attività di controllo; informazioni e comunicazione; 
monitoraggio. 
5
 Un evento è un fatto o un avvenimento di origine interna o esterna all'azienda che incide sul 
conseguimento degli obiettivi. Gli eventi possono avere un impatto negativo, in tal caso vengono 
classificati come rischi, positivo, in tal caso vengono classificati come opportunità, o entrambi. Gli eventi 
con impatto negativo non agevolano la creazione di valore o erodono quello esistente (ad esempio guasti 
a impianti e macchinari, incendi e crediti inesigibili). Eventi negativi possono derivare anche da situazioni 
apparentemente positive; si pensi ad esempio ad un'azienda che riceve ordini in eccesso rispetto alla sua 
capacità produttiva, questo può provocare difficoltà nell'evadere gli ordini nei tempi stabiliti con 
conseguenti effetti negativi sulla soddisfazione e fidelizzazione dei clienti che potrà tradursi in un calo 
degli ordini e del fatturato aziendale. Eventi con impatto positivo possono compensare eventi negativi o 
costituire delle opportunità che possono supportare la creazione e la preservazione del valore. A tal 
proposito il management deve riconsiderare le strategie formulate in precedenza o i processi di 
definizione degli obiettivi, alla luce delle opportunità emerse, in modo tale da poter cogliere i vantaggi 
che ne possono derivare per l'azienda. 
6
 Le organizzazioni operano in ambienti dove fattori come la globalizzazione, le innovazioni 
tecnologiche, i cambiamenti nei mercati, la concorrenza e la regolamentazione creano incertezza. Tale 
incertezza è dovuta all'incapacità di determinare con precisione la probabilità che certi eventi si 
manifestino e i relativi effetti. Inoltre l'incertezza è determinata anche dalle scelte strategiche aziendali, in 
quanto ogni strategia intrapresa da un' impresa presenta rischi ed opportunità, e quindi un profilo di 
incertezza (situazione politica del paese, disponibilità di risorse, concorrenza nei mercati target, qualità 
del personale). 
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dell'azienda di creare valore. L'ERM favorisce quindi la gestione dell'incertezza e 
contribuisce alla creazione di valore. Il valore viene creato, preservato o eroso 
dalle decisioni, sia strategiche che operative, del management; a tal proposito 
l'identificazione dei rischi e delle opportunità e il loro trattamento, rappresentano 
un aspetto strettamente connesso ai processi decisionali. 
Il modello ERM consente (caratteristiche del modello): 
 L'allineamento della strategia aziendale al rischio accettabile (risk 
appetite o propensione al rischio) - il management stabilisce il livello di 
rischio accettabile innanzi tutto per valutare le alternative strategiche, 
quindi per fissare gli obiettivi e sviluppare idonei meccanismi per gestire i 
rischi che ne derivano. Inoltre l'ERM consente di acquisire la 
consapevolezza del profilo di rischio associato all'alternativa strategia 
prescelta e definire le azioni di gestione per ridurre il rischio entro livelli 
tollerabili (risk tollerance). 
 Il miglioramento della risposta al rischio individuato - l'ERM fornisce 
una metodologia rigorosa per identificare e valutare i rischi e fornisce le 
tecniche e gli strumenti per individuare tra più risposte al rischio 
alternative (evitare, ridurre, condividere o accettare il rischio), quella più 
adeguata. 
 La riduzione degli imprevisti e delle perdite conseguenti - le aziende, 
accrescendo la loro capacità di identificare eventi potenziali, di valutare i 
relativi rischi e di formulare adeguate azioni di risposta, riducono la 
frequenza degli imprevisti, così come i costi e le perdite conseguenti. 
 L'identificazione delle opportunità - analizzando tutti gli eventi potenziali, 
senza limitarsi alla sola identificazione dei rischi, il management può 
individuare anche eventi che rappresentano delle opportunità da cogliere. 
 Il miglioramento dell'impiego di capitale - l'acquisizione di informazioni 
affidabili sui rischi consente al management di migliorare l'allocazione 
delle risorse tra le diverse unità aziendali, prendendo decisioni più 
ponderate anche per quanto riguarda le aree nelle quali è necessario 
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investire più risorse in risk management, dato che presentono un profilo di 
rischio maggiore.  
 Una valutazione delle performance aziendali anche in relazione alle 
modifiche del livello di esposizione al rischio - grazie ad una strutturata 
attività di identificazione, valutazione e gestione dei rischi, è possibile 
avere informazioni su come varia nel tempo il profilo di rischio associato 
all'azienda, e, conseguentemente, valutare le performance tenuto conto 
anche di questo aspetto. 
 
Queste caratteristiche dell'ERM aiutano il management a conseguire i propri 
obiettivi di performance e redditività e ad evitare perdite di risorse. Inoltre 
contribuiscono ad assicurare l'efficacia del reporting e la conformità a leggi e 
regolamenti, evitando danni all'immagine aziendale e le conseguenze negative 
sulla reputazione che ne derivano. 
Per quanto riguarda la relazione tra attività di risk management e controllo 
interno, quest'ultimo viene considerato nel documento come una componente del 
sistema di gestione del rischio, dato che i controlli costituiscono una delle 
modalità di fronteggiamento dei rischi che gravano sulla combinazione 
produttiva (e che possono impattare sull'economicità della gestione, sulla 
funzionalità dei processi operativi, sull'efficacia dei flussi informativi ecc). 
Tuttavia si ritiene che il sistema di controllo interno non debba essere concepito 
esclusivamente come una modalità di gestione di specifici eventi rischiosi, ma 
debba essere considerato e sviluppato come un elemento in grado di guidare 
l'intera organizzazione verso il raggiungimento dei suoi obiettivi e che, al tempo 
stesso, consente di individuare opportunità emergenti. 
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2.2 Definizione e componenti dell'ERM 
L'ERM potremmo definirlo come una filosofia direzionale che considera la 
gestione integrata del rischio un elemento chiave per favorire il raggiungimento 
degli obiettivi aziendali ai vari livelli della struttura organizzativa. Secondo i 
proponenti dell'ERM, la gestione dei rischi per contribuire alla creazione di 
valore, dovrebbe essere concepita come un processo diffuso che si sviluppa nelle 
varie aree dell'organizzazione e dovrebbe essere integrato con i processi di 
gestione strategica ed operativa. 
Nell'ambito del framework l' Enterprise Risk Management viene definito come 
segue: 
l'ERM è un processo, posto in essere dal consiglio di amministrazione, dal 
management e da altri operatori della struttura aziendale; utilizzato per la 
formulazione delle strategie in tutta l'organizzazione; progettato per individuare 
eventi potenziali che possono influire sull'attività aziendale, per gestire il rischio 
entro i limiti del rischio accettabile e per fornire una ragionevole sicurezza sul 
conseguimento degli obiettivi aziendali. 
Da questa definizione si possono ricavare alcuni concetti fondamentali che 
caratterizzano la gestione del rischio. L'ERM è: 
a) Un processo - l'ERM non è un evento isolato o un qualcosa di statico, 
bensì una serie continua di azioni, ovvero un processo continuo e 
pervasivo che interessa tutta l'organizzazione. L'ERM raggiunge il 
massimo della sua efficacia quando la gestione del rischio è radicata nella 
struttura organizzativa e fa parte della cultura aziendale. Non deve quindi 
essere percepito come un'attività aggiuntiva a quella aziendale, come se 
fosse un onere da sopportare. 
b) Posto in essere da persone - l'ERM è un processo svolto dal consiglio di 
amministrazione, dal management e in generale da persone che occupano 
posizioni a tutti i livelli della struttura organizzativa. E' quindi realizzato 
dagli individui che operano in azienda. L'ERM a sua volta influenza le 
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azioni delle persone, dato che esso fornisce i meccanismi e gli strumenti 
necessari per aiutare le persone a comprendere il rischio nel contesto degli 
obiettivi aziendali. Sebbene gli amministratori svolgano prevalentemente 
un ruolo di supervisione sulle attività aziendali, essi esercitano anche una 
funzione di indirizzo e approvano le strategie, certe operazioni e politiche. 
Per questo gli amministratori e il consiglio di amministrazione di cui 
fanno parte, costituiscono un soggetto importante dell'ERM. 
c) Utilizzato per la formulazione delle strategie - ogni azienda definisce la 
sua missione
7
 e stabilisce i suoi obiettivi strategici (obiettivi generali 
definiti ai livelli più elevati della struttura organizzativa), che devono 
essere coerenti con la missione aziendale e devono supportarla. A partire 
dagli obiettivi strategici, attraverso un processo a cascata, si vanno a 
definire gli obiettivi operativi specifici delle varie divisioni, unità 
operative e processi aziendali. In tutto questo l'ERM è utilizzato nella 
formulazione della strategia
8
, per identificare, valutare e tener conto dei 
rischi relativi alle varie alternative strategiche possibili. Rappresenta 
dunque uno strumento di supporto per il management, per aiutarlo nella 
valutazione e nella selezione della strategia più appropriata e dei relativi 
obiettivi, alla luce dei rischi che la contraddistinguono. 
d) Utilizzato in tutta l'organizzazione - l'ERM è utilizzato in tutte le attività 
svolte da un'organizzazione, dalle attività svolte a livello aziendale, come 
la pianificazione strategica e l'allocazione delle risorse, alle attività svolte 
a livello di unità operativa, come il marketing, o a livello di processo, 
come la produzione. E' quindi un processo diffuso a tutti i livelli della 
struttura organizzativa. 
e) Progettato per identificare eventi potenziali che potrebbero influire 
sull'attività aziendale e per gestire il rischio entro i limiti del rischio 
accettabile - l'ERM è un modello di riferimento che fornisce le 
                                                          
7
 La missione (o scopo) di un'organizzazione o impresa, è il suo scopo ultimo, la giustificazione stessa 
della sua esistenza, e al tempo stesso ciò che la contraddistingue da tutte le altre. 
8
 La strategia aziendale di un’impresa è il piano d’azione elaborato dal management per la gestione delle 
operazioni e delle attività di business dell’impresa, al fine di perseguire un determinato obiettivo di 
medio-lungo periodo. 
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metodologie, le tecniche e gli strumenti per migliorare e rendere più 
efficace in primis l'identificazione degli eventi che potrebbero impattare 
sull'attività aziendale, e in seguito la valutazione degli effetti ad essi 
correlati. Come più volte ricordato il rischio aziendale non può essere 
azzerato, per cui l'ERM è finalizzato a fare in modo che il rischio 
residuale, ovvero il rischio che permane dopo aver implementato controlli 
e azioni di risk management, si collochi entro i limiti del rischio 
accettabile. Il rischio accettabile (propensione al rischio o risk appetite) 
rappresenta l'ammontare di rischio che un'azienda è disposta ad accettare 
nel perseguire la creazione di valore. Esso riflette la filosofia di gestione 
del rischio e influenza le decisioni strategiche ed operative: ad esempio 
una società con un elevata propensione al rischio potrebbe essere disposta 
a investire ingenti risorse in un'area ad alto rischio come i nuovi mercati 
emergenti; viceversa una società con bassa propensione al rischio 
potrebbe optare per investire in mercati maturi e stabili al fine di limitare 
il rischio di perdite. Al concetto di rischio accettabile si lega quello di risk 
tollerance o tolleranza al rischio, che si riferisce ai singoli obiettivi 
aziendali, e rappresenta la misura consentita di scostamento rispetto 
all'obiettivo. Nello stabilire la tolleranza al rischio il management tiene 
conto della propensione al rischio e dell'importanza dell'obiettivo. 
f) In grado di fornire una ragionevole sicurezza - anche se ben concepito e 
ben funzionante, l'ERM può fornire al management e al consiglio di 
amministrazione solo una ragionevole sicurezza circa il conseguimento 
degli obiettivi aziendali. Il rischio è infatti un fenomeno che riguarda il 
futuro, e che, anche se si dispone di un sistema di gestione del rischio ben 
strutturato, nessuno potrà mai predire con assoluta certezza; per questo 
l'ERM non può fornire una garanzia che al 100% gli obiettivi saranno 
conseguiti. Ragionevole sicurezza non significa certezza assoluta (eventi 
imprevisti, errori o report sbagliati sono sempre in agguato). 
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g) Conseguimento degli obiettivi aziendali - l'ERM è finalizzato al 
conseguimento degli obiettivi aziendali che in questo modello sono 
suddivisi in quattro categorie: 
1. Strategici - obiettivi di natura generale e definiti ai livelli più 
elevati della struttura organizzativa, coerenti e a supporto della 
missione aziendale; 
2. Operativi - riguardano l'efficacia e l'efficienza nello svolgimento 
delle attività operative aziendali e nell'impiego delle risorse, inclusi 
i livelli di performance e di redditività che si desidera raggiungere; 
3. Di reporting - riguardano la qualità e l'affidabilità delle 
informazioni (devono essere accurate, complete e coerenti con i fini 
perseguiti). In sostanza la redazione di report attendibili, dato che 
essi costituiscono un ausilio alle decisioni del management e al 
monitoraggio delle attività aziendali e della performance. I report 
sono elaborati anche per essere diffusi esternamente, quali ad 
esempio i bilanci d'esercizio o i documenti depositati presso le 
autorità di vigilanza, nel caso di società quotate; 
4. Di compliance - riguardano l'osservanza delle leggi e dei 
regolamenti in vigore nello svolgimento delle attività aziendali
9
. Il 
modo in cui un'azienda è conforme a leggi e regolamenti, può 
incidere significativamente (in positivo o in negativo) sulla sua 
reputazione. 
Chiaramente questa è una classificazione indicativa, dato che un 
determinato obiettivo può rientrare anche in più di una categoria. Inoltre 
alcune aziende adottano un'altra categoria di obiettivi definita 
"salvaguardia delle risorse aziendali" o "salvaguardia delle attività 
patrimoniali", e che si riferisce a tutti gli interventi effettuati per prevenire 
ed evitare possibili perdite di risorse o di attività patrimoniali, che 
                                                          
9
 Ad esempio le leggi relative all'igiene e sicurezza sul luogo di lavoro possono indurre un'azienda a 
definire un obiettivo in questo modo: "confezionare ed etichettare tutti i prodotti in conformità alla 
legge". 
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potrebbero derivare da furti, sprechi, inefficienza o semplicemente da 
decisioni sbagliate. 
In particolare è possibile osservare che l'ERM può fornire una ragionevole 
sicurezza sulla realizzazione degli obiettivi di affidabilità del reporting e 
di conformità al quadro normativo di riferimento, dato che questi obiettivi 
sono sotto il diretto controllo dell'azienda. Al contrario, il conseguimento 
degli obiettivi strategici, come ad esempio il conseguimento di una 
determinata quota di mercato, e di obiettivi operativi, come una riduzione 
delle inefficienze nei processi di produzione, non sempre rientra nella 
sfera di controllo dell'azienda (si possono verificare giudizi o decisioni 
errate, o eventi esterni che possono pregiudicare il raggiungimento di tali 
obiettivi). Conseguentemente, con riferimento a questi obiettivi, l'ERM 
può solo fornire una ragionevole sicurezza che il management e il 
consiglio di amministrazione, come organo che vigila sull'attività 
aziendale, siano tempestivamente informati della misura in cui si stanno 
realizzando i suddetti obiettivi. 
 
Sempre con riferimento alle caratteristiche del modello ERM possiamo osservare 
che esso determina una maggiore consapevolezza degli obiettivi che 
l'organizzazione intende raggiungere e dei potenziali ostacoli che possono 
pregiudicarne il conseguimento. Per identificare e valutare i rischi per poi 
procedere al loro trattamento, è infatti necessario che siano preventivamente 
definiti in maniera chiara gli obiettivi che l'organizzazione intende raggiungere, e 
che questi siano declinati e formalizzati ai vari livelli della struttura. 
L'implementazione di un modello ERM consente quindi un miglioramento del 
processo di definizione e formalizzazione degli obiettivi (pianificazione 
aziendale)
10
. Il modello ERM, promuovendo l'identificazione e valutazione dei 
                                                          
10
 La pianificazione aziendale può essere definita come il processo  attraverso il quale l'azienda definisce i 
suoi obiettivi, previa analisi della realizzabilità e dei conseguenti vantaggi, e le azioni atte a conseguirli. Il 
sistema di pianificazione aziendale è normalmente connesso al sistema di controllo di gestione, il quale 
ha lo scopo di guidare la gestione aziendale verso il conseguimento degli obiettivi pianificati, 
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rischi ai vari livelli della struttura organizzativa, permette di verificare 
l'allineamento tra il profilo di rischio dell'organizzazione e il risk appetite o 
propensione al rischio. Un sistema strutturato di gestione del rischio prevede 
infatti un reporting efficace che permetta agli organi di vertice di essere informati 
in qualsiasi momento sui rischi che riguardano le singole aree dell'organizzazione 
e sulle modalità adottate per la loro gestione. Questo è un elemento molto 
importante in quanto anche ai livelli operativi si possono verificare fatti che 
possono avere un impatto negativo sull'immagine e sulla reputazione aziendale.  
In particolare l'ERM richiede che l'azienda consideri il rischio complessivo che 
grava su di essa (rischio a livello aziendale). Tuttavia questo può richiedere che 
ogni manager, responsabile di una funzione, divisione, di un'unità operativa o di 
un processo, proceda alla valutazione del rischio relativo all'attività da lui svolta. 
In questo modo si ottiene un quadro del profilo di rischio ai vari livelli della 
struttura, che consente all'alta direzione di determinare se il rischio a livello 
aziendale è in linea con il rischio accettabile
11
. 
                                                                                                                                                                          
evidenziando gli scostamenti tra questi ultimi e i risultati della gestione e mettendo così in grado i 
responsabili di decidere e attuare le opportune azioni correttive. Tale stretta integrazione fa sì che 
normalmente, sia a livello teorico che pratico, si parli di “sistema di pianificazione e controllo”.                         
La pianificazione può essere scomposta in fasi concatenate, caratterizzate da un orizzonte temporale via 
via più ristretto degli obiettivi e, correlativamente, da un maggior grado di dettaglio dei medesimi. Si 
parla così di: 
 pianificazione strategica, che traduce i fini aziendali (la missione) in obiettivi strategici, aventi un 
orizzonte temporale di lungo termine, pluriennale; 
 pianificazione tattica, che traduce gli obiettivi strategici in obiettivi tattici, aventi un orizzonte 
temporale di medio termine (indicativamente da uno a 3-5 anni); 
 pianificazione operativa, che traduce gli obiettivi tattici in obiettivi operativi (o gestionali) aventi un 
orizzonte temporale di breve termine (indicativamente non superiore all’anno). 
La suddetta scomposizione in fasi è puramente teorica e nella prassi delle singole aziende, la 
pianificazione può presentarsi con un’articolazione maggiore (evenienza rara) o minore (ad esempio 
fondendo la fase strategica e quella tattica, come avviene frequentemente). D’altra parte, sempre nella 
prassi aziendale, la fase di pianificazione operativa è normalmente indistinguibile da quella di budgeting, 
attività quest’ultima che rappresenta il momento iniziale del controllo di gestione. 
11
 I rischi delle singole unità operative potrebbero situarsi entro i livelli di tolleranza al rischio delle unità, 
ma se considerati nel loro insieme potrebbero eccedere il livello di rischio accettabile dell'azienda, 
considerata nel suo insieme, oppure potrebbero rappresentare un rischio inaccettabile in un'unità 
operativa, che però viene mitigato da un effetto compensativo positivo emerso in un'altra unità. A tal 
proposito si ritiene che gli interventi di risk management, debbano essere attivati in modo tale che il 
rischio complessivo dell'azienda sia allineato con il rischio accettabile. 
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Strettamente collegato a quanto appena detto, vi è il fatto che l'ERM permette di 
sviluppare in maniera accurata, informata e consapevole, piani di controllo e 
gestione dei rischi non accettabili, ovvero che non rientrano nella soglia di 
tolleranza dell'azienda. 
 
Nel framework dell'Enterprise Risk management sono individuate otto 
componenti (figura 1) che nel loro insieme definiscono il sistema di gestione del 
rischio di un'impresa. Nel loro insieme queste componenti contribuiscono a 
garantire il raggiungimento degli obiettivi aziendali che, come abbiamo visto, 
l'ERM raggruppa in quattro categorie (strategici, operativi, di reporting e di 
compliance), una in più rispetto al CoSO report (dove troviamo obiettivi 
operativi, di reporting e di compliance), in modo da sottolineare il ruolo 
dell'attività di risk management per il conseguimento degli obiettivi strategici e 
della missione dell'organizzazione. 
Figura 1: Le componenti dell'ERM 
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1. Ambiente interno - costituisce l'identità essenziale di un'organizzazione e 
determina il modo in cui il rischio è considerato e affrontato dalle persone 
che operano in azienda, la filosofia di gestione del rischio, i livelli di 
accettabilità del rischio, l'integrità e i valori etici e l'ambiente di lavoro in 
generale. 
2. Definizione degli obiettivi - gli obiettivi devono essere fissati prima di 
procedere all'identificazione degli eventi che possono pregiudicarne il 
conseguimento. A tal proposito l'ERM assicura che il management abbia 
attivato un adeguato processo di definizione degli obiettivi e che gli obiettivi 
scelti siano in linea con il livello di rischio accettabile. 
3. Identificazione degli eventi - gli eventi potenziali che possono avere un 
impatto sull'attività aziendale devono essere identificati. Gli eventi possono 
essere di origine intera ed esterna ed è necessario distinguere gli eventi che 
possono pregiudicare il conseguimento degli obiettivi aziendali, ovvero i 
rischi, dagli eventi che rappresentano delle opportunità da cogliere, 
riconsiderando la strategia formulata o il processo di definizione degli 
obiettivi. 
4. Valutazione dei rischi (risk assessment) - i rischi identificati devono essere 
analizzati al fine di determinarne probabilità di accadimento e impatto 
potenziale, in modo da poter stabilire come devono essere gestiti. I rischi 
vengono valutati sia in termini di rischio inerente (rischio in assenza di 
qualsiasi intervento), sia di rischio residuo (rischio dopo aver attivato 
interventi per fronteggiarlo). 
5. Risposta al rischio (risk response) - il management identifica e valuta le 
possibili risposte al rischio (evitare, accettare, ridurre e condividere il 
rischio), e stabilisce una serie di interventi per allineare i rischi emersi con i 
livelli di tolleranza al rischio e di rischio accettabile. 
6. Attività di controllo - devono essere definite e realizzate politiche e 
procedure per assicurare che le azioni di risposta al rischio siano 
efficacemente eseguite. 
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7. Informazione e comunicazione - le informazioni pertinenti devono essere 
identificate, raccolte e diffuse nella forma e nei tempi che consentano alle 
persone di adempiere correttamente alle proprie responsabilità. Le 
informazioni sono necessarie ad ogni livello della struttura gerarchica al fine 
di identificare e valutare il rischio e individuare azioni di risposta adeguate. 
Per questo è necessario attivare canali di comunicazione efficaci affinché le 
informazioni possano fluire attraverso la struttura organizzativa: verso il 
basso, verso l'alto e trasversalmente. Inoltre è estremamente importante 
comunicare chiaramente al personale il ruolo e le responsabilità che gli sono 
stati assegnati. 
8. Monitoraggio - l'intero processo dell'ERM deve essere monitorato nel tempo 
e modificato laddove necessario. Solo in questo modo sono infatti possibili 
risposte e adattamenti tempestivi in relazione ai cambiamenti che si 
verificano nel contesto in cui opera l'azienda. Il monitoraggio si concretizza 
in interventi continui, integrati nella normale attività operativa aziendale, in 
valutazioni separate, oppure in una combinazione dei due metodi. 
Nonostante questa schematizzazione proposta dal modello, l'ERM non è un 
procedimento strettamente sequenziale, in cui un componente influisce solo sul 
successivo. Si tratta invece di un processo dinamico, interattivo e 
multidirezionale, in cui ogni componente può influire su un altro, 
indipendentemente dalla sequenza del processo (ad esempio la valutazione del 
rischio richiede una risposta che può influenzare le attività di controllo e può 
evidenziare la necessità di rivedere i fabbisogni di informazione e i canali di 
comunicazione, oppure le attività di monitoraggio in atto). 
Inoltre ogni azienda attiverà l'ERM in modo diverso dalle altre. Infatti le aziende, 
i loro processi di gestione del rischio e i loro bisogni variano significativamente a 
seconda del settore in cui operano, della loro dimensione, della loro cultura e 
filosofia gestionale. Conseguentemente, mentre tutte le aziende devono disporre 
di tutte le otto componenti per una efficace gestione del rischio, la concreta 
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applicazione del modello ERM (comprese le tecniche adottate e i ruoli e le 
responsabilità assegnati) spesso è molto diversa da azienda ad azienda. 
Generalmente il modello ERM viene rappresentato attraverso una matrice 
tridimensionale a forma di cubo, attraverso il quale si evidenzia il rapporto che 
sussiste tra obiettivi e le componenti dell'ERM. Come si può notare dalla figura 
2, le quattro categorie di obiettivi sono rappresentate nelle colonne verticali del 
cubo, gli otto componenti sono rappresentati nelle righe orizzontali del cubo, 
mentre l'azienda e le sue unità sono rappresentate nella terza dimensione della 
matrice. Ciascuna componente dell'ERM attraversa tutte e quattro le categorie di 
obiettivi e questo significa che ogni componente è in grado di contribuire al 
raggiungimento degli obiettivi che l'organizzazione si è prefissata. Lo schema 
mostra l'estrema flessibilità del modello, che può essere applicato sia all'intero 
processo di gestione del rischio aziendale, sia distintamente alle singole categorie 
di obiettivi o alle unità operative e alle singole sub unità di quest'ultime. L'attività 
di risk management, infatti, può riguardare tutta l'organizzazione oppure essere 
sviluppata solo a livello di singole unità aziendali (divisione, funzione, business 
unit, progetto ecc.). Conseguentemente l'ERM può essere applicato sia all'intera 
azienda, che alle sue singole unità (questo rapporto è rappresentato dalla terza 
dimensione della matrice, dove sono evidenziate l'azienda, società controllate, 
singole divisioni e altre business unit). Tuttavia si ritiene che un' applicazione 
diffusa dell'ERM ai vari livelli dell'organizzazione possa portare maggiori 
benefici, e garantire una più efficace gestione del rischio a livello complessivo 
aziendale. La possibilità, infatti, di poter conoscere e valutare i rischi associati 
alle diverse attività e unità aziendali, ad esempio attraverso il coinvolgimento dei 
responsabili delle varie unità, permette al top management di acquisire una 
visuale più ampia dei rischi insiti nell'organizzazione, in modo tale da sviluppare 
appropriati piani di risposta e gestione
12
.  
                                                          
12
 Si ricorda che le best practices in materia di corporate governance raccomandano agli organi che hanno 
la responsabilità di governo e di controllo dell'organizzazione, una sempre maggiore attenzione ai sistemi 
di gestione dei rischi creati per contribuire ad una gestione corretta ed efficiente dell'impresa. A tal 
proposito si rinvia a quanto detto nel capitolo precedente in materia di Codice di Autodisciplina. 
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Figura 2: Il modello ERM 
 
 
  
 
 
 
 
 
I componenti del modello ERM costituiscono anche dei criteri di efficacia, infatti 
la valutazione dell'efficacia dell'ERM è un giudizio soggettivo che si basa sulla 
presenza delle otto componenti e sul loro corretto funzionamento. Per giudicare 
l'ERM efficace è dunque necessaria la presenza di tutti gli otto componenti e che 
questi funzionino correttamente, dato che questo è indice di assenza di debolezze 
significative del sistema di gestione del rischio. Quando l'ERM è giudicato 
efficace per ciascuna delle quattro categorie di obiettivi, ciò significa che il 
consiglio di amministrazione e il management hanno una ragionevole sicurezza 
di venire a conoscenza della misura in cui gli obiettivi strategici e operativi si 
stanno conseguendo, che i report sono affidabili e che le leggi e i regolamenti in 
vigore sono osservati. 
Si è visto in precedenza che il modello ERM possa essere implementato, e 
generalmente è così, in maniera diversa da azienda ad azienda. Le piccole e 
medie aziende possono disporre di un processo di gestione del rischio efficace 
anche se le otto componenti sono attivate in modo diverso dalle grandi aziende, 
purché siano tutti presenti e correttamente funzionanti. Probabilmente 
l'applicazione del modello e l'implementazione delle singole componenti, sarà 
meno formale e meno strutturata nelle piccole aziende rispetto alle grandi, ma i 
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concetti di base devono sempre essere presenti, indipendentemente dalla 
dimensione aziendale. 
Nel proseguo analizzeremo brevemente le diverse componenti dell'ERM. 
 
 
2.3 L'ambiente interno 
Il framework dell'ERM riconosce l'importanza dell'ambiente interno come fattore 
chiave per un'efficace gestione del rischio aziendale. L'attività di risk 
management deve infatti essere sviluppata in un contesto che favorisca la 
diffusione di tale attività ai vari livelli dell'organizzazione, valorizzandone i 
risultati ottenuti. In mancanza di un ambiente interno consapevole 
dell'importanza di attivare processi di risk management, vi è il rischio che tale 
attività sia percepita a "scarso valore aggiunto" e di scarsa rilevanza per il 
decision-making manageriale, e, da coloro che sono coinvolti nella sua 
attuazione, come un ulteriore carico di lavoro, pregiudicandone l'efficacia. 
L'ambiente interno costituisce l'identità di un'organizzazione e determina il modo 
in cui il rischio è considerato e affrontato dalle persone che operano in azienda. 
Esso costituisce le fondamenta di tutti gli altri componenti dell'ERM, dato che 
influenza la definizione delle strategie e degli obiettivi, il modo in cui i rischi 
sono identificati, valutati e gestiti, la progettazione e il funzionamento delle 
attività di controllo, dei sistemi informativi e di comunicazione e delle attività di 
monitoraggio. 
Per queste ragioni prima di procedere a qualsiasi attività di risk assessment, è 
necessario verificare che all'interno dell'organizzazione vi siano le condizioni per 
l'efficace attuazione del modello, analizzando quelli che sono i fattori che 
influenzano l'ambiente interno : filosofia di gestione del rischio, il livello di 
rischio accettabile, ruolo del consiglio di amministrazione, integrità e valori 
etici, competenza del personale, il modo in cui sono definiti e assegnati poteri e 
76 
 
responsabilità, gestione delle risorse umane, struttura organizzativa adeguata 
alla complessità della gestione. 
Un primo elemento fondamentale consiste nell'ottenere il supporto del vertice, 
dato che in assenza di esso, l'attività di risk management non potrà esprimere a 
pieno le sue potenzialità e il modello ERM non potrà quindi essere implementato 
con successo. Ottenuto il supporto dell'alta direzione, il team di lavoro incaricato 
di implementare il progetto ERM dovrà valutare le altre componenti 
dell'ambiente interno, per stabilire se l'attività di risk management potrà essere 
realizzata in maniera efficace. 
a) Filosofia di gestione del rischio - per filosofia di gestione del rischio nel 
framework si intende l'insieme di valori e comportamenti che definiscono 
l'atteggiamento dell'azienda verso il rischio ai vari livelli organizzativi e nelle 
varie attività. Essa influenza il modo in cui i componenti dell'ERM sono 
attivati, come ad esempio le modalità adottate per identificare i rischi e come 
essi sono gestiti. Ai fini del successo dell'ERM è opportuno che la filosofia di 
gestione del rischio sia incorporata nella cultura aziendale, e che sia 
compresa e condivisa da tutto il personale che opera in azienda, dato che in 
questo caso l'organizzazione si trova nelle condizioni migliori per gestire il 
rischio efficacemente. E' quindi opportuno che il personale sia consapevole 
dell'importanza di attivare processi di gestione del rischio, e sia 
responsabilizzato su tali tematiche, onde evitare che questa attività sia vista 
solo come un obbligo, con il rischio di scarso impegno da parte del 
personale. Laddove la filosofia di gestione del rischio non sia diffusa in tutta 
l'organizzazione, si può verificare una incoerente applicazione dell'ERM 
all'interno della struttura organizzativa: unità operative, funzioni, 
dipartimenti ecc. Inoltre differenze culturali tra unità organizzative, possono 
portare i responsabili di alcune unità ad assumere più rischi, mentre altri 
potrebbero essere eccessivamente prudenti. Diversamente quando le varie 
unità aziendali operano secondo una comune filosofia di gestione del rischio, 
si possono evitare comportamenti incoerenti e dannosi per l'azienda. 
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Elemento di importanza fondamentale è che il management realizzi la 
filosofia di gestione del rischio, che è riflessa nelle politiche, nelle 
comunicazioni orali e scritte e nei processi decisionali, non solo a parole, ma 
soprattutto dando il buon esempio nella sua attività quotidiana. 
Alcuni elementi di rilievo per la creazione di una filosofia di gestione del 
rischio sono: la presenza di documenti (policy) in cui il vertice comunica 
l'atteggiamento che l'azienda dovrà assumere nell'ERM (si rende quindi 
necessario un chiaro messaggio da parte del vertice finalizzato a comunicare 
alla struttura l'importanza della gestione del rischio, il perchè l'azienda 
dovrebbe dotarsi di un sistema ERM e gli obiettivi che si intendono 
raggiungere attraverso la sua implementazione); incontri in cui il 
management discute dei rischi/opportunità associati all'attività aziendale; 
l'atteggiamento nei confronti della gestione dei rischi da parte del vertice, 
ovvero l'importanza che questi soggetti danno a queste tematiche, il cui buon 
esempio è fondamentale per affermare un modello di riferimento per i 
subordinati; la presenza di sistemi di reporting sui rischi; la presenza di 
piani d'azione effettivamente realizzati per fronteggiare alcuni rischi 
specifici; iniziative, come corsi di formazione, intraprese per diffondere la 
cultura del rischio all'interno dell'organizzazione; infine meccanismi di 
incentivazione basati su premi (considerando tra i parametri di valutazione 
delle performance dei dipendenti anche il loro ruolo nell'attività di gestione 
del rischio) e sanzioni (la mancata applicazione di sanzioni in caso di non 
rispetto delle procedure impartite dal vertice per la gestione dei rischi, può 
indebolire la cultura del rischio in azienda). 
 
b) Risk appetite - la definizione del rischio accettabile (risk appetite) è 
strettamente connessa con la filosofia di gestione del rischio e consiste nella 
definizione dell'ammontare di rischio che l'azienda è disposta ad assumersi 
nel perseguire l'obiettivo di creare valore. Il rischio accettabile è rilevante 
innanzi tutto nella formulazione della strategia: dato che strategie diverse 
espongono l'azienda a rischi diversi, l'ERM aiuta il management a 
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selezionare una strategia coerente con il livello di rischio accettabile stabilito 
dall'azienda. Generalmente le aziende determinano il rischio accettabile in 
termini qualitativi, usando categorie come alto, medio o basso. In molti casi 
il rischio accettabile non è esplicitato (non troviamo un documento che 
indica il livello di risk appetite dell'azienda), ma è intrinseco alle scelte 
strategiche che vengono compiute in termini di area di business, 
posizionamento competitivo, obiettivi perseguiti ecc. Talvolta viene definito 
esplicitamente attraverso la definizione di alcuni limiti all'attività, che di fatto 
delimitano l'ammontare di rischio che un'azienda è disposta ad assumersi. 
L'esplicitazione dell'ammontare di rischio accettabile da parte dell'alta 
direzione, è importante al fine di allineare le decisioni e i comportamenti del 
management e dei livelli operativi a quando stabilito dall'alta direzione, 
definendo linee comuni di intervento ed evitando così azioni incoerenti a 
livello locale. Il risk appetite influenza dunque l'intera gestione del rischio. 
 
c) Ruolo del consiglio di amministrazione - l'ambiente interno e la cultura 
aziendale sono ampiamente influenzati dal consiglio di amministrazione: 
l'esperienza e la levatura morale degli amministratori, la loro indipendenza 
dal management, l'impegno nella conduzione dell'azienda, la loro 
supervisione e l'adeguatezza dei loro interventi costituiscono elementi 
estremamente importanti per fornire il "buon esempio" ai dipendenti. L'alta 
direzione spesso gioca un ruolo importante nell'ambito del cda, apportando 
un'approfondita conoscenza dell'azienda nel corso delle riunioni. Tuttavia, è 
indispensabile che il consiglio comprenda anche un numero adeguato di 
amministratori esterni indipendenti, per svolgere una funzione di equilibrio 
sul management. Il consiglio di amministrazione deve assicurare che il 
management attivi e mantenga nel tempo un efficace processo di gestione del 
rischio, svolgendo a tal proposito una funzione di vigilanza. Anche se 
un'azienda storicamente non ha subito perdite e non ha una rilevante 
esposizione al rischio, non deve farsi strada il mito che eventi con 
conseguenze negative non si possano verificare per tale azienda. E' quindi 
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necessario riconoscere che essa, come tutte le organizzazioni, è esposta al 
rischio, per cui necessita di un efficace processo di gestione del rischio. 
Alcuni insegnamenti tratti dai grandi scandali che storicamente si sono 
verificati sono i seguenti: evitare e prevenire il manifestarsi di conflitti di 
interesse, realizzare un adeguato bilanciamento tra amministratori 
"indipendenti" (qualità che deve essere verificata a priori ma anche nei 
comportamenti effettivi) e quelli esecutivi, separare la figura del presidente 
da quella dell'amministratore delegato, stabilire dei limiti al numero di 
incarichi che possono essere assegnati al singolo individuo e prestare 
attenzione e analizzare la struttura retributiva degli amministratori. 
 
d) Integrità e valori etici - integrità e valori etici del personale che gestisce, 
amministra e monitora le attività aziendali, costituiscono elementi essenziali 
dell'ambiente interno di un'azienda, ai fini di un efficace implementazione di 
un sistema ERM. I comportamenti etici e l'integrità del management sono 
sottoprodotti della cultura aziendale, che include i codici di condotta e come 
questi sono comunicati e interiorizzati nella prassi operativa. L'alta direzione, 
a cominciare dal CEO, svolge un ruolo di primo piano nella determinazione 
della cultura aziendale. Quest'ultimo infatti, come soggetto dominante della 
struttura organizzativa, spesso dà l'impronta etica all'azienda. 
Si tratta di aspetti molto importanti per assicurare in particolar modo la 
realizzazione degli obiettivi di reporting e di compliance. Il rispetto di 
principi etici è, infatti, fondamentale per garantire la produzione di 
informazioni veritiere per l'interno o verso l'esterno (in primis bilanci 
affidabili), ma anche per garantire che l'attività aziendale si svolga in 
conformità al quadro normativo di riferimento. Per avere una ragionevole 
sicurezza sul raggiungimento di questi obiettivi diventa quindi fondamentale 
che all'interno dell'azienda, dal vertice alla base, siano diffusi valori etici che 
caratterizzano la cultura aziendale quali onestà, integrità, correttezza e 
trasparenza. 
80 
 
Negli ultimi anni le aziende tendono sempre più a dotarsi di un Codice Etico. 
Si tratta di un documento nel quale vengono formalizzati i valori e i principi 
che dovrebbero orientare i comportamenti di tutti all'interno dell'azienda e 
garantire il rispetto della normativa. In altre parole rappresenta una 
dichiarazione proattiva della posizione di un'organizzazione in materia di 
etica e di osservanza di leggi e regolamenti
13
. L'etica deve essere innanzi 
tutto un principio morale dei soggetti che governano l'azienda e, in generale, 
un valore diffuso tra coloro che vi operano; è del tutto impensabile che 
soggetti privi di valori etici creino una cultura organizzativa etica. Il sistema 
dei valori individuali è alla base dell'etica aziendale. Elemento fondamentale 
per affermare una cultura etica, è che integrità e valori etici siano diffusi 
attraverso i comportamenti dei vertici aziendali, a partire dall'amministratore 
delegato. Il rispetto dei valori etici deve quindi partire dall'alto, solo così 
infatti verrà dato il buon esempio, in modo tale che tali valori siano diffusi 
nell'organizzazione e fatti propri e rispettati da tutto il personale
14
. Non è 
quindi sufficiente la presenza di un codice etico, ma è fondamentale che i 
valori e i principi da esso sanciti, vengano incorporati nei comportamenti 
effettivi, a partire dai vertici dell'organizzazione. 
Alcuni fattori possono minare l'etica aziendale, incidendo sulla probabilità 
che si verifichino fatti fraudolenti e incentivando i soggetti a violare valori e 
principi etici
15
. Le persone possono compiere atti disonesti, illegittimi o 
contrari all'etica semplicemente perchè l'azienda in cui lavorano li sollecita 
(con stimoli e occasioni che li inducono in tentazione). Ad esempio, una forte 
pressione sui risultati, in particolare a breve termine, favorisce un ambiente 
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 Il problema emerge quando il dotarsi di un Codice Etico, costituisce esclusivamente un' operazione di 
"cosmetica aziendale", un'operazione di facciata meramente formale, per dare un segnale all'esterno del 
fatto che l'azienda aderisce a certi principi e valori etici, ma poi di fatto, nei comportamenti concreti, tali 
valori non vengono rispettati. 
14
 Se ad esempio si volesse affermare il principio che i beni aziendali devono essere utilizzati solo per 
esigenze legate all'attività aziendale e non per interesse personale, l'AD deve essere il primo a non 
utilizzare l'auto aziendale per esigenze personali. Se così non fosse il personale si sentirebbe autorizzato a 
fare altrettanto, imitando il comportamento dei leader dell'organizzazione, impedendo quindi la diffusione 
di valori e principi magari decantati nell'ambito del Codice Etico. 
15
 Uno studio dimostra che le persone possono commettere atti disonesti o contrari all'etica per vari motivi 
tra cui: incentivi (pressioni per il raggiungimento di obiettivi irrealizzabili, sistemi premianti basati sugli 
obiettivi raggiunti), tentazioni (mancanza di controlli, revisione interna inadeguata, sanzioni modeste o 
scarsamente applicate), ignoranza del personale ecc. 
81 
 
interno non appropriato, in cui le persone pur di raggiungere l'obiettivo sono 
disposte a tutto (specialmente se al raggiungimento dell'obiettivo si legano i 
sistemi premianti e quindi la possibilità di ottenere guadagni personali). 
Sempre i sistemi premianti, basati su informazioni contabili e non, e su 
risultati a breve, possono costituire incentivi verso pratiche fraudolente in 
materia di bilanci. Un sistema premiante basato sulla realizzazione degli 
obiettivi e supportato da controlli appropriati, costituisce una buona tecnica 
manageriale nell'ottica di motivare il personale. Tuttavia è necessario che gli 
obiettivi siano realistici e raggiungibili altrimenti vi è il rischio di 
comportamenti contrari all'etica pur di raggiungere l'obiettivo. La 
formulazione di obiettivi realistici è quindi un sano metodo per motivare il 
personale, per attenuare lo stress (che è sempre controproducente) ed 
eliminare le tentazioni di falsificare i bilanci. Allo stesso modo un sistema di 
reporting ben controllato costituisce una salvaguardia contro la tentazione di 
falsificare dati di performance. 
L'ignoranza è un'altra causa di comportamenti illeciti. I valori etici, infatti, 
non devono essere solo comunicati, ma anche accompagnati da chiare 
indicazioni su cosa è giusto e cosa non lo è. Altro fattore a cui viene spesso 
dedicato un paragrafo nei codici etici, è il problema dei conflitti di interesse. 
E' quindi necessario cercare ove possibile di evitare e prevenire il 
manifestarsi di conflitti di interesse e diffondere una politica della 
trasparenza, affinché siano i soggetti stessi a comunicare la presenza di un 
potenziale conflitto di interesse, in modo tale che la direzione possa 
provvedere (il problema principale infatti dei conflitti di interesse, è quello di 
venirne a conoscenza). Altra tematica affrontata nei codici etici riguarda 
l'utilizzo dei beni e delle risorse aziendali, che dovrebbe avvenire secondo 
buon senso, e per il quale il buon esempio dei vertici dell'organizzazione è 
più che mai fondamentale.  
Infine possiamo osservare che la semplice presenza di codici di 
comportamento scritti, non ne assicura l'osservanza. E' importante che siano 
previste delle sanzioni in caso di violazione di tali codici, e che siano adottati 
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meccanismi che incoraggino i dipendenti a segnalare sospette violazioni
16
. 
Ma soprattutto, ci tengo a ribadire, che ai fini del rispetto dei codici etici e di 
comportamento, è fondamentale il buon esempio che l'alta direzione deve 
dare nei suoi comportamenti concreti (gli atteggiamenti dell'alta direzione 
possono infatti deteriorare l'ambiente etico). Il personale è, infatti, portato a 
riprodurre gli stessi atteggiamenti manifestati dall'alta direzione, riguardo 
cosa è giusto e cosa è sbagliato. 
 
e) Adeguatezza della struttura organizzativa - la struttura organizzativa di 
un'azienda fornisce il quadro nel quale le attività sono pianificate, eseguite, 
controllate e monitorate. La realizzazione di una struttura adeguata implica la 
definizione delle principali aree di autorità e di responsabilità, così come la 
creazione di adeguate linee gerarchiche. Alcune strutture sono centralizzate, 
altre decentralizzate, alcune aziende sono organizzate per settore di attività o 
per linea di prodotto, per area geografica, mentre altre aziende sono 
organizzate per funzioni. L'adeguatezza della struttura organizzativa di 
un'azienda dipende in parte dalla sua dimensione e in parte dall'attività 
svolta. Ad esempio, un'organizzazione molto strutturata, con livelli 
gerarchici e responsabilità rigorosamente stabiliti, si adatta bene ad 
un'azienda di grandi dimensioni con numerose divisioni operative e con 
attività all'estero. Viceversa tale struttura, se realizzata in una piccola 
azienda, potrebbe costituire un ostacolo ai flussi informativi. In ogni caso 
un'azienda deve cercare di organizzarsi per agevolare l'implementazione e 
l'efficacia dell'ERM. Ai fini del controllo e della gestione del rischio è molto 
importante che la struttura favorisca il fluire delle informazioni verso l'alto, 
verso il basso e trasversalmente. Generalmente l'adeguatezza di una struttura 
si valuta sotto due profili: un profilo quantitativo, che sta ad indicare che 
l'azienda deve dotarsi di personale e risorse sufficienti a governare la 
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 Rivestono particolare importanza i canali di comunicazione, anche informali, dal basso verso l'alto, 
attraverso i quali i dipendenti hanno la possibilità di segnalare ai livelli superiori presunte violazioni del 
codice etico (generalmente viene istituita una figura chiamata Ethics Officer, che svolge il ruolo di 
garante del codice etico e che deve assicurare il rispetto di valori e principi etici in azienda). 
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complessità della gestione (altrimenti si possono verificare rischi legati 
all'inadeguatezza della struttura organizzativa sul piano quantitativo. Si pensi 
ad esempio alla decisione di svolgere un controllo qualità sui prodotti finiti, 
ma non avendo risorse necessarie vi è il rischio che tali attività sia svolte in 
modo poco accurato, o peggio ancora, che non siano svolte affatto); un 
profilo qualitativo, che sta ad indicare che le persone devono possedere le 
competenze e le skills necessarie per svolgere correttamente le attività loro 
assegnate (in caso contrario si possono verificare rischi, soprattutto a livello 
operativo, legati alla carenza di competenze adeguate per lo svolgimento dei 
compiti)
17
. 
 
f) Attribuzione di poteri e responsabilità - un elemento fondamentale per 
un'efficace gestione dei rischi è che siano stabiliti chiaramente, esplicitati e 
comunicati a tutti i soggetti che operano in azienda ai vari livelli della 
struttura, poteri e responsabilità
18
. Con l'attribuzione dei poteri e delle 
responsabilità, infatti, si determina il grado con cui le persone sono 
autorizzate a prendere iniziative per affrontare e risolvere problemi, così 
come i limiti imposti ai loro poteri. A questo si lega una chiara definizione 
delle linee di riporto gerarchico, dei protocolli autorizzativi e delle risorse 
necessarie per svolgere le mansioni assegnate. Alcune aziende delegano i 
poteri verso il basso della struttura organizzativa per portare il processo 
decisionale più vicino alle attività operative
19
. La delega dei poteri implica 
che certe decisioni non siano più centralizzate, ma trasferite ai livelli più 
bassi della struttura, cioè a persone che sono più vicine alle operazioni e ai 
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 Da questo punto di vista l'attività di formazione del personale svolta in azienda, diventa un elemento 
rilevante nella logica di prevenzione dei rischi, dato che dovrebbe contribuire a migliorare l'adeguatezza 
della struttura organizzativa, sul piano qualitativo.  
18
 Gli strumenti normalmente adottati nelle aziende al fine di formalizzare poteri e responsabilità in 
maniera chiara sono: l'organigramma, che oltre a rappresentare la struttura organizzativa e le unità che la 
compongono, deve indicare anche le relazioni gerarchiche che sussistono tra le varie unità; il 
mansionario, documento nel quale vengono descritti i compiti assegnati ai vari soggetti e le relative 
responsabilità (può infatti accadere che certe attività non siano svolte o lo siano con ritardo, in quanto non 
è chiaro quali siano i compiti delle persone, causando delle disfunzionalità). 
19
 Una società può seguire questo approccio per essere più orientata al mercato, per focalizzarsi sulla 
qualità, per eliminare difetti nei prodotti, o per accrescere la soddisfazione del cliente. Ovviamente un 
aumento dei livelli di delega richiede implicitamente un livello più elevato di competenza e maggiori 
responsabilità. 
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problemi quotidiani dell'azienda. Tuttavia questo può causare il rischio di 
decisioni non coerenti con gli obiettivi dell'organizzazione, per questo si 
rende necessario garantire coerenza tra obiettivi strategici e obiettivi 
operativi in modo che le decisioni ai vari livelli seguano un unico filo 
conduttore. E' necessario inoltre assicurarsi che i processi decisionali ai vari 
livelli si basino su una corretta procedura di identificazione, valutazione e 
gestione dei rischi
20
. 
 
g) Competenza del personale - la competenza deve riflettere le conoscenze e le 
capacità necessarie per svolgere le mansioni richieste ad ogni singola 
posizione. Il management stesso deve precisare i livelli di competenza 
richiesti per una particolare mansione e tradurli in termini di conoscenze e di 
capacità. Spesso esiste una correlazione diretta tra il grado di supervisione 
necessario e il livello di competenza richiesto. 
 
h) Gestione del personale - le politiche di gestione delle risorse umane 
riguardano le assunzioni, la gestione delle carriere, la formazione, la 
valutazione della performance del personale, le promozioni e le 
remunerazioni. Queste politiche servono anche per comunicare al personale 
il livello di integrità, di comportamento etico e di competenza che l'azienda si 
aspetta. Ad esempio una politica rivolta ad assumere personale qualificato, 
fissando come criterio un certo livello di istruzione, la dimostrazione di 
comportamenti etici e di affidabilità e integrità, testimonia la volontà 
dell'azienda di circondarsi di persone competenti e degne di fiducia. I 
programmi di formazione che trattano argomenti concernenti la storia 
dell'azienda, la sua cultura e il suo stile, dimostrano che l'azienda è 
impegnata verso il suo personale, e sono un elemento fondamentale per 
promuovere una cultura di gestione del rischio adeguata ad una efficace 
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 Questo rischio potrebbe essere evitato attraverso uno stile manageriale più accentrato, che però 
potrebbe provocare problemi di tempestività delle decisioni e decisioni poco accurate, in quanto prese a 
livelli gerarchici distanti da quelli in cui sorge il problema. 
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implementazione dell'ERM
21
. Altro elemento importante per evitare i rischi 
connessi a un personale poco motivato, è rappresentato dai sistemi 
incentivanti, come i programmi di remunerazione basati sul raggiungimento 
degli obiettivi, considerando, tra i parametri di valutazione del personale, 
anche il contributo alla gestione del rischio. Tuttavia è necessario 
puntualizzare che i sistemi premianti devono essere strutturati e controllati 
adeguatamente, per evitare possibili tentazioni di falsificare i risultati dei 
report. 
 
In definitiva l'ambiente interno ha un'importanza fondamentale per le altre 
componenti dell'ERM. In particolare l'atteggiamento e l'impegno dei manager per 
istaurare un efficace processo di gestione del rischio, sono cruciali e devono 
essere percepiti da tutta l'organizzazione. Non è sufficiente comunicare il giusto 
comportamento a parole. Un atteggiamento del tipo "fai ciò che dico, ma non fare 
ciò che faccio" difficilmente formerà un ambiente interno etico e adatto ad una 
efficace gestione del rischio. 
 
 
2.4 Definizione degli obiettivi 
A differenza del CoSO report, nell'ERM la definizione degli obiettivi viene 
considerata una componente autonoma del modello che precede le attività di 
identificazione e valutazione dei rischi. Avendo in precedenza definito il rischio 
come qualsiasi evento che può avere un impatto negativo sul raggiungimento 
degli obiettivi aziendali, risulta evidente che la definizione degli obiettivi 
costituisce il presupposto per un'efficace identificazione, valutazione e 
trattamento dei rischi. Conseguentemente qualsiasi progetto di risk assessment, 
deve essere preceduto dalla definizione degli obiettivi rispetto ai quali 
                                                          
21
 Da sottolineare che assumere personale competente e fare formazione una tantum, non è sufficiente. Il 
processo formativo deve essere continuo. 
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identificare i rischi che ne potrebbero pregiudicare il conseguimento, e attivare i 
necessari interventi per la loro gestione. 
Partendo dalla missione, che ricordiamo indica ciò che un'organizzazione aspira a 
realizzare, la sua ragion d'essere, il fine ultimo dell'organizzazione, il 
management definisce gli obiettivi strategici, che devono essere allineati alla 
missione e la devono supportare, formula la strategia
22
 per conseguirli e 
determina i relativi obiettivi operativi, di reporting e di compliance
23
. Mentre la 
missione e gli obiettivi strategici normalmente non sono soggetti a significative 
variazioni nel tempo, le strategie e molti degli obiettivi correlati sono soggetti a 
rettifiche al cambiare delle condizioni interne ed esterne. Quindi una volta 
redatto il piano strategico in cui vengono individuati gli obiettivi strategici e le 
linee d'azione per conseguirli, è necessario declinare la strategia 
nell'organizzazione e questo significa definire gli obiettivi da assegnare alle unità 
organizzative. Conseguentemente dagli obiettivi strategici derivano gli altri 
obiettivi aziendali, che il documento distingue in: operativi, di reporting e di 
compliance
24
 
25
. 
Alcune aziende preferiscono utilizzare un'ulteriore categorie di obiettivi 
denominata "salvaguardia delle risorse" o talvolta "salvaguardia delle attività". In 
senso lato, questa categoria si riferisce a tutto ciò che è finalizzato a prevenire 
perdite di attività patrimoniali o di risorse dovute a furti, sprechi, inefficienze o 
tutto ciò che può essere considerato cattiva gestione, come ad esempio vendere 
prodotti a prezzi stracciati o non essere in grado di trattenere personale 
competente. 
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 Il management, nell'esaminare le varie alternative possibili per conseguire gli obiettivi strategici, 
identifica i rischi connessi alle varie strategie e considera le loro implicazioni. Le tecniche per identificare 
gli eventi e valutare i rischi, possono quindi essere impiegate anche nel processo di definizione della 
strategia, a testimonianza di come l'ERM agisca anche a supporto di questa delicata fase di formulazione 
della strategia e definizione degli obiettivi. 
23
 Altra differenza rispetto al CoSO report sta nel fatto che nell'ERM gli obiettivi aziendali vengono 
classificati in quattro categorie e non in tre, come avveniva nel documento precedente. Nel framework 
dell'ERM si fa riferimento anche agli obiettivi strategici definiti dall'alta direzione. 
24
 La disamina delle quattro categorie di obiettivi del modello ERM è già stata fatta in precedenza, nel 
paragrafo di presentazione del modello e nel capitolo I, ai quali si rimanda. 
25
 Un obiettivo di una categoria può anche sovrapporsi o supportare un obiettivo di un'altra categoria. Ad 
esempio fornire informazioni affidabili al responsabile di un'unità operativa per gestire e controllare le 
attività produttive, può essere utile per conseguire sia obiettivi operativi che di reporting. 
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Gli obiettivi devono essere chiari e misurabili
26
. L'ERM richiede che il personale 
di tutti i livelli abbia una buona conoscenza degli obiettivi e sia consapevole del 
proprio contributo al loro raggiungimento. Una buona conoscenza degli obiettivi 
che l'organizzazione intende raggiungere, rappresenta un elemento basilare per 
fare in modo che il personale a tutti i livelli sia consapevole dei rischi che li 
possono ostacolare e del proprio ruolo ai fini della gestione del rischio. La 
corretta formulazione degli obiettivi è quindi cruciale per l'ERM. 
Un ERM efficace fornisce una ragionevole sicurezza che gli obiettivi di reporting 
e di conformità siano conseguiti. Il raggiungimento di queste due categorie di 
obiettivi, infatti, è ampiamente sotto il controllo dell'azienda, per cui una volta 
fissati gli obiettivi, l'azienda è in grado di fare tutto ciò che è necessario per 
conseguirli, in quanto ha il completo dominio delle attività sottostanti. Diverso è 
invece il caso degli obiettivi strategici e operativi, in quanto il conseguimento di 
questi obiettivi è solo in parte sotto il controllo dell'azienda. L'azienda è infatti 
soggetta a eventi esterni (per esempio un cambio di governo, cattive condizioni 
meteorologiche e così via) che non sono sotto il suo controllo. Magari l'azienda 
ha considerato alcuni di questi eventi nel suo processo di definizione degli 
obiettivi, elaborando un piano di emergenza nel caso si verificassero. Tuttavia 
questo può attenuare l'impatto di tali eventi, ma non garantisce la realizzazione 
degli obiettivi. Con riferimento quindi agli obiettivi strategici ed operativi, l'ERM 
può solo garantire una ragionevole sicurezza che il management e il consiglio di 
amministrazione, siano tempestivamente informati della misura in cui si stanno 
conseguendo gli obiettivi. 
Come parte del processo di gestione dei rischi, il management non solo sceglie 
gli obiettivi, ma si accerta che essi siano allineati con il rischio accettabile 
stabilito dall'azienda. Un ERM efficace assicura che la strategia selezionata e i 
relativi obiettivi siano coerenti con il livello di rischio accettabile. 
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 Per il buon funzionamento di un'azienda, è fondamentale che gli obiettivi siano chiaramente definiti e 
collegati ai sotto obiettivi. Questo è importante, non solo per garantire chiarezza e rendere il personale 
consapevole su cosa l'organizzazione si prefigge, ma anche ai fini dell'allocazione delle risorse: se gli 
obiettivi sono poco chiari o mal definiti, vi è il rischio che le risorse aziendali siano impiegate in modo 
improprio. 
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Il rischio accettabile, definito dal management con la supervisione del consiglio 
di amministrazione, rappresenta un parametro di riferimento importante nella 
formulazione delle strategie. Anche se potenzialmente ognuna delle alternative 
strategiche possibili, è in grado di consentire il raggiungimento degli obiettivi di 
crescita e redditività desiderati dall'azienda, si deve tener conto che ogni strategia 
ha il suo profilo di rischiosità. L'ERM, impiegato nel processo di definizione 
degli obiettivi, aiuta il management a selezionare una strategia coerente con il 
livello di rischio accettabile; se il rischio legato ad una strategia non è coerente 
con quest'ultimo, la strategia deve essere respinta o modificata. 
Particolare rilievo per la valutazione e gestione dei rischi assume il concetto di 
tolleranza al rischio o risk tollerance, che indica il livello di variazione 
accettabile rispetto a un certo obiettivo. La tolleranza al rischio viene spesso 
misurata con le stesse unità di misura utilizzate per quantificare l'obiettivo a cui 
si riferisce. La tolleranza al rischio deve essere definita considerando sia il 
rischio accettabile riferito all'azienda nel suo complesso, ma anche altri parametri 
come ad esempio l'importanza dell'obiettivo (non tutti gli obiettivi infatti hanno 
lo stesso grado di importanza)
27
 e l'esperienza pregressa. Operando entro i limiti 
della tolleranza al rischio si dovrebbe assicurare al management, che l'azienda 
non oltrepassi il livello di rischio accettabile e che presumibilmente l'azienda 
riuscirà a raggiungere i suoi obiettivi. 
Laddove un certo evento rischioso rientri nel livello di tolleranza, verrà giudicato 
ad impatto trascurabile e pertanto non richiederà la definizione di azioni di 
risposta. La tolleranza al rischio influenza quindi la gestione del rischio, dato che 
più essa è ampia, minori saranno le azioni di risposta al rischio necessarie. 
Definiti gli obiettivi si passa alla fase successiva di identificazione dei rischi, 
ovvero degli eventi che ne possono pregiudicare il raggiungimento. 
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 Se consideriamo ad esempio un obiettivo operativo come la puntualità delle consegne e la sicurezza sui 
luoghi di lavoro, risulta evidente che il livello di tolleranza per il secondo dovrà essere estremamente 
basso, se non nullo. 
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2.5 Identificazione degli eventi 
Una volta individuati gli obiettivi da raggiungere il management dovrà 
identificare gli eventi potenziali che, incidendo sull'attività aziendale, possono 
determinare uno scostamento negativo rispetto all'obiettivo, oppure avere un 
impatto favorevole sui risultati economici, competitivi e sociali dell'impresa. Un 
evento è un fatto o un accadimento originato da fonti interne o esterne che incide 
sull'implementazione della strategia o sul conseguimento degli obiettivi. Gli 
eventi possono avere un impatto positivo o negativo. Gli eventi con impatto 
negativo costituiscono dei rischi, che richiedono una valutazione e una risposta 
da parte del management (in questo senso possiamo definire il rischio come la 
possibilità che un evento si verifichi e pregiudichi il conseguimento degli 
obiettivi). Gli eventi con impatto positivo rappresentano delle opportunità, 
definite come la possibilità che un evento accada e incida positivamente sul 
conseguimento degli obiettivi e sulla creazione di valore. In caso di 
identificazione di opportunità non contemplate nel disegno strategico originario, 
si rende necessario riesaminare la strategia precedentemente deliberata e gli 
obiettivi che erano stati stabiliti, in modo da definire gli interventi necessari per 
sfruttare le opportunità che si presentano
28
. 
Gli eventi variano da quelli facilmente individuabili a quelli di difficile 
rilevazione, da quelli senza alcuna conseguenza a quelli con conseguenze 
rilevanti. L'aspetto più critico di questa fase è costituito proprio dalla possibilità 
che non siano riscontrati eventi sfavorevoli che possono avere un impatto 
significativo sull'economicità della gestione o non individuare opportunità 
presenti e non sfruttate
29
. A questo scopo è importante che le fasi di 
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 L'attività di identificazione degli eventi deve essere condotta non solo nell'ottica di individuare i rischi 
che possono pregiudicare la realizzazione della strategia in essere e il raggiungimento degli obiettivi ad 
essa correlati, ma anche per individuare opportunità non considerate o non sufficientemente sfruttate nel 
piano strategico di partenza. 
29
 Può risultare conveniente e utile raggruppare gli eventi potenziali in categorie. Raggruppando gli eventi 
simili, il management può meglio identificare le opportunità e i rischi. La classificazione degli eventi in 
categorie, consente infatti al management di accertare che gli eventi identificati siano completi. Ad 
esempio se una società ha classificato gli eventi relativi all'incasso dei crediti in una categoria, 
esaminando gli eventi all'interno di questa categoria, il management è in grado di accertare se sono stati 
identificati tutti gli eventi potenziali che riguardano i crediti. 
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identificazione e valutazione (di cui si dirà nel prossimo paragrafo) siano legate, 
dato che anche gli eventi con bassa probabilità di manifestarsi non devono essere 
omessi, se il loro impatto è rilevante. 
L'identificazione degli eventi comporta l'esame di una varietà di fattori di origine 
interna ed esterna che possono dar luogo a rischi o opportunità. Fattori esterni 
possono essere: 
 l'economia - gli eventi possono riguardare ad esempio oscillazioni dei 
prezzi, mutamenti nelle barriere all'entrata, variazione dei tassi di interesse 
o di cambio; 
 l'ambiente - eventi possono essere inondazioni, incendi o terremoti che 
possono causare danni agli impianti, ai fabbricati, ai macchinari, ma anche 
alle materie prime o alle scorte in magazzino; 
 la politica - gli eventi riguardano cambiamenti nel contesto politico, come 
la nomina di un nuovo governo, con conseguenti nuove leggi, nuove 
liberalizzazioni di settori di attività, aumenti o diminuzioni delle imposte; 
 la società - eventi possono riguardare i cambiamenti demografici, dei 
costumi e degli stili di vita, della struttura della famiglia, delle priorità e 
possono dar luogo a mutamenti nella domanda di prodotti e servizi, nei 
canali d'acquisto e così via; 
 la tecnologia - innovazioni tecnologiche possono rappresentare 
opportunità, ma anche fattori di rischio per quelle imprese che si sono 
adagiate su un certo modello di business. 
Esempi di fattori interni
30
 sono i seguenti: 
 le infrastrutture -  gli eventi possono riguardare investimenti aggiuntivi 
per realizzare un programma di manutenzione degli impianti, che potrà 
consentire un aumento dei tempi di sfruttamento degli stessi o un 
ripristino della loro capacità produttiva, oppure per realizzare un call 
center per i clienti, cosa che può contribuire ad incrementare la "customer 
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 Gli eventi sono originati anche dalle scelte effettuate dal management. 
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satisfaction" attraverso un miglioramento del servizio di assistenza ai 
clienti; 
 il personale - eventi possono riguardare infortuni sui luoghi di lavoro che 
potrebbero dar luogo a dimissioni o scioperi del personale, che si sente 
scarsamente tutelato, a danni monetari o di immagine per l'azienda; 
 i processi - gli eventi possono riguardare errori nello svolgimento dei 
processi, mancato adeguamento di protocolli e procedure gestionali alle 
modifiche dei processi, e questo può causare inefficienza, clienti 
insoddisfatti, ritardi, riduzioni dei ricavi e perdita di quote di mercato. 
 
Spesso gli eventi non accadono come fatti isolati, un evento può provocarne un 
altro e più eventi possono verificarsi contemporaneamente
31
. Un' adeguata 
comprensione da parte del management, di come gli eventi sono correlati, è 
importante ai fini dell'identificazione degli eventi; inoltre valutando le relazioni 
si può determinare dove è più conveniente dirigere gli sforzi per gestire il rischio.  
 
La fase di identificazione degli eventi rappresenta quella più importante e 
delicata dell'intero processo di risk management, dato che affinché un rischio 
possa essere gestito, deve prima di tutto essere identificato. Un miglioramento di 
questa fase può quindi consentire di migliorare tutto il processo di risk 
management, in quanto questa fase pone le basi per poter gestire il rischio. 
Per migliorare e facilitare la fase di identificazione degli eventi (rischi, ma anche 
opportunità) da parte del management e del personale dell'organizzazione, 
possono essere utilizzate varie tecniche che sono state sviluppate per supportare 
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 Ad esempio la variazione del tasso di interesse della banca centrale, influisce sull'oscillazione dei 
cambi, che riguarda le società che hanno debiti e crediti in valuta; la decisione di avviare una nuova linea 
di prodotti, con significativi incentivi alle performance, può accrescere il rischio di falsificazione dei 
report, allo scopo di evidenziare una performance migliore di quella effettivamente conseguita. 
92 
 
questa delicata fase
32
. Dobbiamo tener conto che queste tecniche non sono 
alternative tra di loro, ovvero possono essere utilizzate anche congiuntamente, ad 
esempio nel corso di un workshop, il moderatore può utilizzare una varietà di 
materiali, tra cui ad esempio un catalogo degli eventi, per assistere i partecipanti. 
Le tecniche per identificare gli eventi considerano sia il passato (tecniche basate 
su eventi passati e sui trend storici) che il futuro (tecniche basate sugli eventi 
futuri); le aziende che hanno un avanzato processo di gestione del rischio 
impiegano, normalmente, un misto di tecniche che considerano sia gli eventi 
passati sia quelli futuri (potenziali)
33
. Vediamo adesso alcune delle tecniche di 
identificazione degli eventi più utilizzate nella pratica. 
a) Catalogo degli eventi - si tratta di un elenco dettagliato in cui si riportano gli 
eventi potenziali comuni ad un certo settore economico, processo o area 
funzionale. Il catalogo degli eventi costituisce una delle tecniche più 
utilizzate per l'identificazione dei rischi, dato che è molto semplice da 
applicare, e non richiede particolari conoscenze
34
. Nella prassi aziendale per 
favorire una più completa evidenziazione dei rischi, vengono impiegati 
cataloghi di eventi (detti anche "risk model" o "risk framework") predisposti 
da società di consulenza, in cui si individuano delle macro categorie che 
fungono da linee guida per l'identificazione delle criticità
35
. E' possibile 
partire da un catalogo standard di eventi e poi, mano a mano che l'attività di 
identificazione dei rischi/opportunità si diffonde nell'organizzazione e viene 
applicata sistematicamente, è opportuno sviluppare il catalogo per renderlo 
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 Dobbiamo infatti tenere conto che in certi casi è tutto sommato facile identificare eventi collegati a 
specifici obiettivi, mentre in altri casi l'identificazione del rischio non è così immediata, e per questo 
possono essere impiegate una varietà di tecniche. 
33
 Le tecniche vengono impiegate per identificare rischi e opportunità, per esempio, quando si implementa 
un nuovo processo aziendale, si ridisegna uno esistente o si valuta un processo, oppure quando si 
intraprendono nuove iniziative o si effettuano cambiamenti organizzativi. Esse possono essere impiegate 
con cadenza periodica o in via continuativa. 
34
 In sostanza il catalogo fornisce delle categorie standard di rischi, e i soggetti impegnati nel processo di 
risk management, dovranno contestualizzarli e verificare se, nel processo, funzione o attività analizzata, 
sono presenti quei rischi. 
35
 Il catalogo degli eventi può essere elaborato dal personale dell'azienda o ricavato da informazioni 
generali provenienti dall'esterno. Se elaborato all'esterno, il catalogo è utile per attingere all'esperienza 
maturata da terzi su specifici progetti, processi o attività, ma deve essere adattato alle circostanze in cui 
opera l'azienda, per conformarlo ai rischi tipici dell'organizzazione e per renderlo coerente con il 
linguaggio comunemente adottato dall'azienda in materia di gestione del rischio aziendale. 
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più articolato e creare classi di eventi che sono specifiche per i processi e le 
unità organizzative dell'azienda
36
. 
b) Workshop - si tratta di una serie di incontri che riuniscono partecipanti 
appartenenti a varie funzioni e a livelli diversi della struttura organizzativa, 
ma anche esterni all'azienda. Questa tecnica consente di identificare gli 
eventi attingendo alle conoscenze ed esperienze maturate dai soggetti che 
prendono parte agli incontri. Il punto di forza del workshop è che, rispetto 
alle  interviste singole, la partecipazione di soggetti di differente estrazione 
culturale e con competenze ed esperienze diverse e molteplici, può favorire 
un brainstorming
37
 di gruppo, in cui l'intervento di un soggetto può stimolare 
la riflessione degli altri partecipanti, consentendo l'identificazione di eventi 
importanti che magari altrimenti sarebbero stati omessi. Si afferma dunque 
una creatività di gruppo, che porta ad una generazione di idee che, 
normalmente, è molto più ampia e variegata rispetto all'ipotesi di 
identificazione degli eventi mediante interviste singole
38
. Normalmente il 
workshop è guidato da un "facilitatore" o moderatore (generalmente un 
internal auditor o un consulente esterno), che conduce il dibattito e che può 
utilizzare altre tecniche (come ad esempio un catalogo degli eventi o dei 
diagrammi di flusso), per guidare i partecipanti nell'identificazione dei rischi 
e delle opportunità. 
c) Interviste - normalmente le interviste sono condotte o da una sola persona, o 
da due persone, di cui una fa le domande e l'altra prende nota. Lo scopo è 
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  Sebbene, infatti, alcuni fattori di rischio siano comuni a tutte le aziende che operano in un certo settore, 
tuttavia, gli eventi che si verificano spesso sono peculiari alle singole aziende, a causa degli obiettivi da 
esse definiti e delle scelte effettuate nel passato. 
37
  Il brainstorming è una tecnica di creatività di gruppo per far emergere idee volte alla risoluzione di un 
problema. Sinteticamente consiste, dato un problema, nel proporre ciascuno liberamente soluzioni di ogni 
tipo (anche strampalate o con poco senso apparente) senza che nessuna di esse venga minimamente 
censurata. La critica ed eventuale selezione interverrà solo in un secondo tempo, terminata la seduta 
di brainstorming. Questa tecnica può essere impiegata per: lo sviluppo di nuovi prodotti, generando idee 
per nuovi prodotti o per migliorare quelli esistenti; pubblicità, ottenendo idee per campagne pubblicitarie; 
risoluzione di un problema ecc. 
38
 Il fatto di mettere insieme soggetti con competenze, conoscenze ed esperienze diverse, aumenta la 
probabilità di individuare anche rischi meno evidenti, ma ovviamente non è automatico che il workshop 
consentirà di identificare tutti i possibili rischi, anche quelli meno evidenti. Molto dipende infatti da come 
è condotto, dai partecipanti e dalla loro creatività. Ad esempio un rischio tipico che può pregiudicare 
l'efficacia del workshop è la partecipazione di un superiore e dei suoi subordinati, dato che in questi casi, 
questi ultimi tendono ad uniformarsi alla posizione del superiore, riducendo così la creatività di gruppo. 
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quello di accertare il punto di vista dell'intervistato e la sua conoscenza degli 
eventi attuali e passati e degli eventi potenziali, con riferimento ad un certo 
argomento. 
d) Questionari - i questionari possono essere utilizzati nel corso di interviste, 
oppure inviati ai vari soggetti destinatari, allo scopo di individuare, in base 
alle risposte ottenute, possibili rischi e punti di debolezza oppure opportunità 
e punti di forza
39
. I questionari possono essere a domande aperte o chiuse e 
possono essere indirizzati a una o a poche persone, o utilizzati nel contesto di 
un'indagine più ampia, oppure possono essere destinati all'interno 
dell'azienda o diretti a clienti, fornitori e terzi in genere. 
e) Analisi interne - queste analisi, normalmente, vengono elaborate mediante 
incontri con il personale delle varie unità operative. Qualche volta, possono 
anche essere utilizzate informazioni provenienti dagli stakeholder (clienti, 
fornitori e terzi in genere), o da esperti esterni all'unità in esame (esperti 
appartenenti ad altre funzioni o esterni all'azienda, ma anche il personale 
della funzione di Internal Audit). Ad esempio se una società vuole introdurre 
sul mercato un nuovo prodotto, si avvarrà della propria esperienza, ma anche 
di una ricerca di mercato svolta magari da esperti esterni, per identificare gli 
eventi che possono influire sul successo di tale iniziativa. 
f) Analisi del flusso di processo -  questa tecnica consiste nel rappresentare in 
forma grafica (attraverso un diagramma di flusso) un processo al fine di 
meglio comprendere le interrelazioni tra i suoi componenti: input, attività, 
output e responsabilità. Esaminando i fattori interni ed esterni, che 
influenzano le attività svolte all'interno di un processo, possono essere 
identificati gli eventi che potrebbero pregiudicare il conseguimento degli 
obiettivi di processo. Attraverso la mappatura di un processo è possibile 
rappresentare in maniera chiara la sequenza di attività che costituisce il 
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 In sostanza l'identificazione dei rischi attraverso i questionari, avviene in relazione alle risposte che i 
soggetti hanno fornito alle domande in esso contenute. Se ad esempio dalla risposta fornita dal 
responsabile del processo di vendita, alla domanda dove siano localizzati i clienti, emerge che essi sono 
situati anche all'estero, risulta evidente la presenza di un rischio di cambio. Normalmente oltre alla 
colonna dedicata alle domande, vi sono altre due colonne, una dedicata alle risposte del soggetto a cui il 
questionario è sottoposto, e l'altra per annotare il rischio che emerge dalla risposta fornita. 
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processo, i soggetti coinvolti e i controlli attivati e questo rappresenta un 
ottimo punto di partenza per individuare i rischi che si presentano nelle varie 
fasi del processo. Inoltre considerando le interdipendenze tra le singole 
attività, questa tecnica supporta anche nel capire dove andare a gestire i 
rischi, ovvero in quale fase del processo diventa fondamentale gestire i 
rischi, dato che una loro sottovalutazione può avere effetti a cascata nelle fasi 
a valle del processo. Generalmente questa tecnica sfocia nell'elaborazione di 
una matrice processi/rischi o attività/rischi, strumento nel quale vengono 
riportati, per ciascuna attività del processo, i rischi ad essa associati, emersi 
durante l'analisi del processo stesso. 
g) Key risk indicators e segnalatori di criticità - gli indicatori degli eventi di 
rilievo, frequentemente chiamati indicatori dei rischi principali, sono misure 
qualitative e quantitative che forniscono informazioni su eventi potenziali. 
Diversamente dagli indicatori critici di performance, non misurano la 
performance realizzata, ma sono focalizzati su un rischio, su un evento 
critico che può causare un impatto negativo sulla gestione.                              
I segnalatori di criticità sono dei meccanismi di controllo utilizzati per 
allertare il management quando l'attività aziendale si trova in una situazione 
problematica
40
, e sono costruiti in modo da segnalare in maniera tempestiva 
situazioni che potrebbero ridurre l'economicità della gestione, la 
competitività dell'azienda, l'attendibilità delle informazioni e così via. Per 
essere efficaci, i segnalatori di criticità devono essere comunicati 
tempestivamente ai manager, ovvero entro precise scadenze. Le società si 
servono spesso di questi segnalatori a livello di unità operative o di 
dipartimento. Vediamo un esempio: a fronte dell'obiettivo di promuovere un 
prodotto utilizzando una catena di supermercati in aree chiave (obiettivo il 
cui conseguimento può essere misurato monitorando le unità vendute 
mensilmente per supermercato), il rischio è che la fiducia dei clienti verso il 
prodotto diminuisca provocando un calo delle vendite. Tale stato di rischio 
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 Questi meccanismi consistono nel raffronto tra operazioni correnti, o eventi, e parametri predefiniti 
(livelli, soglie). Quando vengono superati i livelli prefissati, è necessario che l'evento sia ulteriormente 
valutato oppure che sia formulata una risposta immediata. 
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può essere monitorato utilizzando indicatori di fiducia della clientela (che 
rappresentano un key risk indicator) e come segnalatore di criticità si 
potrebbe prevedere di informare il management qualora la fiducia della 
clientela diminuisca di oltre il 5%. 
h) Rilevazione di dati relativi a eventi dannosi (loss event tracking) - la 
raccolta dei dati storici di eventi che hanno generato perdite (rilevazioni 
effettuate nel corso dell'attività aziendale), costituisce una fonte utile di 
informazioni per identificarne i trend e le cause originarie, in modo da poter 
intraprendere le necessarie azioni correttive. Sebbene questi dati siano 
impiegati, di norma, per la valutazione dei rischi, cioè per determinare la 
probabilità e l'impatto del rischio in base all'esperienza pregressa, essi 
possono essere impiegati anche per l'identificazione degli eventi, dato che 
forniscono informazioni utili per avviare una discussione basata su fatti 
realmente accaduti, consentono di istituzionalizzare le conoscenze (aspetto 
particolarmente utile quando il turnover del personale è elevato) e 
consentono di sviluppare modelli previsionali
41
.  
i) Check list - si tratta di una "lista di controllo", ovvero una scheda nella quale 
vengono previamente indicate delle ipotesi di rischio predeterminate, e si 
richiede al soggetto al quale viene sottoposta la check list, di indicare se i 
fattori di rischio in essa indicati sono presenti oppure no, con riferimento al 
processo, attività o unità organizzativa analizzata. Questo strumento richiede 
innanzi tutto, come presupposto fondamentale, di poter codificare in anticipo 
tutte le possibili ipotesi di rischio che si possono verificare, dato che 
generalmente il soggetto a cui viene sottoposta la check list, si limita a 
verificare se quelle fattispecie di rischio sono presenti oppure no, non 
interrogandosi sull'eventuale presenza di fattori di rischio non compresi nella 
lista di controllo. 
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 Le aziende possono utilizzare anche database elaborati da soggetti terzi esterni, magari specializzati nel 
fornire questa tipologia di servizi. Le informazioni sugli eventi elaborate all'esterno, possono integrare 
quelle prodotte internamente al fine di stimare la probabilità e l'impatto di eventi futuri, specialmente per 
quegli eventi caratterizzati da bassa probabilità di accadimento, che magari la società non ha mai 
sperimentato in passato, ma da un impatto rilevante. 
97 
 
j) Lista aperta - con questa tecnica l'identificazione degli eventi avviene in 
questo modo: al soggetto intervistato viene richiesto di indicare i fattori di 
rischio che, secondo il suo parere ed in base alle sue conoscenze ed 
esperienze, possono pregiudicare il raggiungimento di un certo obiettivo, o 
che si possono presentare nell'ambito di un certo processo o in un'unità 
organizzativa. Non viene quindi fornita nessuna guida al soggetto 
intervistato, diversamente dall'utilizzo della chek list. 
Dopo aver individuato i rischi, sia a livello aziendale, che a livello di singola 
unità/attività, è fondamentale procedere alla valutazione e all'analisi degli stessi. 
Infatti un rischio che non ha un impatto significativo sull'azienda e che non ha 
un'alta probabilità di verificarsi, potrebbe anche non richiedere azioni di 
fronteggiamento. Viceversa, un rischio significativo e con alta probabilità di 
verificarsi, dovrà essere analizzato molto attentamente. 
 
 
2.6 Valutazione del rischio (risk assessment) 
La fase di valutazione o di risk assessment consiste nel misurare l'incidenza di un 
evento potenziale sul conseguimento degli obiettivi aziendali, ed ha lo scopo di 
identificare i rischi principali a cui la società è esposta, in modo da poter definire 
le azioni di mitigazione da implementare per la gestione dei rischi stessi. In fase 
di avvio del progetto di implementazione dell'ERM, è opportuno pianificare il 
risk assessment come prima attività operativa, in modo da acquisire informazioni 
sui principali rischi aziendali e identificare le soluzioni più idonee al disegno del 
modello ERM ed alla categorizzazione dei rischi. Generalmente il management 
valuta gli eventi da due prospettive diverse, probabilità e impatto, impiegando 
una combinazione di tecniche qualitative e quantitative. La valutazione consiste 
quindi nella stima dei due parametri fondamentali che definiscono il rischio: la 
probabilità di manifestazione dell'evento e l'impatto, ovvero l'effetto, dello stesso 
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sugli obiettivi aziendali
42
. Nonostante il termine valutazione del rischio sia 
utilizzato in certi casi per indicare un'attività svolta una tantum, nell'ambito 
dell'ERM, la componente "valutazione del rischio" costituisce una continua e 
interattiva serie di azioni che riguardano tutta l'attività aziendale. 
Il management considera sia il rischio inerente o rischio lordo, che il rischio 
residuale o netto. Il rischio inerente è il rischio che un'azienda assume quando 
non è stato attivato nessun intervento per modificare la probabilità e l'impatto, 
mentre il rischio residuale è il rischio che rimane dopo che sono state attivate dal 
management misure di fronteggiamento del rischio. Normalmente la valutazione 
del rischio viene effettuata in prima battuta, in termini di rischio inerente, e una 
volta che è stata definita e attivata la risposta al rischio, si procede a determinare 
il rischio residuo, al fine di accertare se rientra o meno nella soglia di rischio 
accettabile. Altro elemento importante è che l'orizzonte temporale utilizzato per 
valutare il rischio sia coerente con l'orizzonte temporale della relativa strategia e 
dei relativi obiettivi. Definendo, infatti, l'orizzonte temporale di riferimento, 
l'azienda potrà comprendere meglio l'importanza relativa del rischio e accrescere 
l'efficacia della sua risposta. 
Per determinare la misura in cui un obiettivo è stato conseguito, il management 
utilizza spesso degli indicatori di performance, e normalmente le stesse unità di 
misura vengono utilizzate per determinare l'impatto potenziale di un rischio su 
uno specifico obiettivo. Ad esempio una società che ha l'obiettivo di mantenere 
un certo livello di customer service, può utilizzare indicatori quali l'indice di 
customer satisfaction o il numero di reclami ricevuti, per monitorare il grado di 
raggiungimento di tale obiettivo. Nel momento in cui la società intende stimare 
l'impatto di un rischio su tale obiettivo (come il caso in cui il sito web non sia 
accessibile ai clienti per un certo periodo di tempo), l'utilizzo della stessa unità di 
misura può facilitare e migliorare la valutazione. 
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 Probabilità e impatto sono termini di uso comune, anche se alcune organizzazioni negli USA utilizzano 
altri termini come severità (severity), gravità (seriousness) o conseguenza (consequence). 
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Per effettuare la stima delle probabilità e dell'impatto di un evento potenziale, 
parametri fondamentali per pervenire alla determinazione del cosiddetto livello di 
esposizione ad un certo rischio
43
, è necessario definire la scala di misurazione da 
adottare. Le più comuni sono nominale e ordinale. La scala nominale rappresenta 
il modello di misurazione più semplice e consiste nel raggruppare gli eventi in 
categorie, tutte di uguale peso. Il modello non richiede alcun tipo di graduatoria, 
infatti le singole voci che compongono le categorie non possono essere ordinate 
per importanza o classificate, e i numeri assegnati servono solo per identificare le 
categorie. La scala ordinale è un modello di misurazione in cui gli eventi sono 
elencati in ordine di importanza utilizzando dei punteggi, dei giudizi qualitativi 
(alto, medio o basso), oppure una tecnica mista in cui si adottano dei punteggi a 
cui sono associate delle descrizioni qualitative (esempio in figura 3). Questa è la 
scala di misurazione normalmente utilizzata per stimare probabilità e impatto, in 
quanto consente di fare una graduatoria, utile poi al fine di stabilire quali siano i 
rischi di maggiore entità. 
Figura 3: Scala ordinale di misurazione del rischio. 
Probabilità 
1 =    Raro 
2 =    Improbabile 
3 =    Moderato 
4 =    Probabile 
5 =    Molto probabile 
Impatto 
1 =    Trascurabile 
2 =    Basso 
3 =    Medio 
4 =    Alto 
5 =    Estremo 
 
Il management potrebbe stabilire di assegnare lo stesso peso a probabilità e 
impatto, oppure assegnare un peso diverso, vale a dire una diversa importanza 
relativa. Normalmente si ritiene che l'impatto sia la dimensione a cui si dovrebbe 
assegnare un'importanza e quindi un peso maggiore; questo perchè le aziende 
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 Il livello di esposizione ad un certo fattore di rischio viene generalmente indicato come il prodotto tra la 
probabilità di manifestazione di un certo evento, valutata in un determinato arco temporale, e l'impatto, 
ovvero l'effetto, la conseguenza derivante dal manifestarsi di tale evento (impatto che ovviamente deve 
essere riferito all'obiettivo). 
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dovrebbero gestire e fronteggiare anche quegli eventi poco probabili ma che, se 
si manifestano, hanno un impatto notevole sull'economicità della gestione. 
Ai fini della valutazione dei rischi, il management può utilizzare tecniche 
qualitative, tecniche quantitative o una combinazione delle due. Il management 
ricorre spesso alle tecniche qualitative quando la tipologia dei rischi da valutare 
non si presta ad essere quantificata, oppure quando è necessario un certo 
quantitativo di dati affidabili per una valida quantificazione del rischio, e questi 
risultano indisponibili, oppure la ricerca e l'analisi dei dati risulta eccessivamente 
onerosa. Le tecniche quantitative solitamente sono più precise, anche perchè in 
certi casi utilizzano dei modelli matematici, ma richiedono un più elevato livello 
di rigore nella loro applicazione. Queste tecniche sono particolarmente adatte per 
i rischi che si sono già manifestati in passato, e la loro validità dipende 
fortemente dalla qualità dei dati utilizzati a supporto. Qualora siano disponibili 
basi di dati sufficientemente ampie e attendibili, su eventi rischiosi già 
manifestatisi in passato, le tecniche quantitative possono essere validamente 
impiegate a supporto di quelle qualitative
44
, per rendere la stima del rischio meno 
soggettiva
45
. 
 
Le tecniche di valutazione qualitative si basano esclusivamente sulle conoscenze 
e sull'esperienza del soggetto che effettua la valutazione; è quest'ultimo che, 
senza l'ausilio di dati storici e senza l'utilizzo di modelli matematico-statistici, 
formula una stima dei parametri probabilità ed impatto. Queste tecniche non 
richiedono dunque particolari conoscenze in ambito statistico, per cui possono 
essere applicate agevolmente e questo ne garantisce l'ampia diffusione. Tuttavia è 
del tutto evidente che queste tecniche fanno ampio uso di giudizi soggettivi e che 
la qualità della valutazione dipende ampiamente dalle conoscenze e dal giudizio 
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 I risultati di studi psicologici dimostrano che le persone che prendono decisioni, sono spesso 
eccessivamente fiduciose nelle loro capacità di formulare stime corrette e non riconoscono le numerose 
incertezze che esistono. Questa tendenza può essere attenuata attraverso l'utilizzo efficace di dati empirici 
generati all'interno e all'esterno dell'azienda. 
45
 Nella maggior parte dei casi, dato che il management è chiamato a valutare rischi non quantificabili o 
per i quali non si dispone di dati storici sufficientemente attendibili, la stima della probabilità e 
dell'impatto avviene utilizzando tecniche di tipo qualitativo. 
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dei valutatori
46
, in particolare dalla loro conoscenza degli eventi potenziali e del 
contesto in cui avviene la valutazione. Per ridurre il grado di soggettività insito 
nelle tecniche qualitative di valutazione del rischio, è possibile utilizzare dei 
driver, ovvero dei parametri in base ai quali stimare la probabilità e l'impatto, in 
modo da fornire al valutatore una guida, un riferimento per rendere la valutazione 
più obiettiva. Nella tabella seguente sono riportati alcuni esempi di driver per 
probabilità e impatto. 
Probabilità 
1 Frequenza da esperienza pregressa47 
2 Livello di automazione/manualità 
dell'operazione 
3 Grado di ricorrenza delle operazioni 
4 Competenza dei soggetti coinvolti 
5 Fattori di cambiamento 
Impatto 
1 Danno economico/finanziario 
(mancati ricavi, maggiori costi, 
riduzione del cash flow) 
2 Danno di immagine / peggioramento 
della reputazione 
3 Disfunzionalità organizzative 
4 Riduzione della capacità competitiva 
5 Sanzioni per violazione norme 
 
Chiaramente per poter assegnare i punteggi indicati in figura 3, è necessario 
stabilire un criterio in base al quale associare a ciascun driver un punteggio da 
assegnare a probabilità e impatto. Se ad esempio consideriamo il driver 
"frequenza da esperienza pregressa", per assegnare un punteggio alla probabilità 
che l'evento si manifesti si potrà utilizzare il seguente criterio: 
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 Presi due soggetti chiamati a valutare lo stesso rischio, è molto probabile che questi perverranno ad una 
misura del rischio diversa, anche perchè ogni soggetto, nell'effettuare la valutazione, tiene conto anche di 
fattori personali, quali la sua propensione al rischio e la percezione che ha di un certo rischio in base alla 
propria esperienza. 
47
 In base a questo driver si assume che, a parità di condizioni e a contesto immutato o quantomeno non 
mutato significativamente, più volte l'evento si è verificato in passato, più è probabile che si manifesti 
anche in futuro. Ovviamente questo è un driver che potrà essere utilizzato solamente per quegli eventi che 
si ripetono stabilmente nel tempo, ed inoltre guardare al passato per fare ipotesi sul futuro, ha un senso se 
il contesto nel quale l'azienda opera non ha subito mutamenti significativi. 
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Probabilità Rischio Descrizione 
1 
2 
3 
4 
5 
Raro 
Improbabile 
Moderato 
Probabile 
Molto probabile 
L'evento non si è mai verificato negli ultimi 5 anni 
L'evento si è verificato da 1 a 3 volte negli ultimi 5 anni 
L'evento si è verificato da 4 a 6 volte negli ultimi 5 anni 
L'evento si è verificato da 7 a 10 volte negli ultimi 5 anni 
L'evento si è verificato più di 10 volte negli ultimi 5 anni 
 
Per l'impatto invece potrebbe essere utilizzato il seguente criterio (driver 
riduzione del reddito): 
 
Impatto Rischio Descrizione 
1 
2 
3 
4 
5 
Trascurabile 
Basso 
Medio 
Alto  
Estremo 
Riduzione del reddito inferiore al 5% 
Riduzione del reddito compresa tra il 5 e il 10% 
Riduzione del reddito compresa tra il 10 e il 20% 
Riduzione del reddito > del 20% e impatto reputazionale 
Riduzione del reddito > del 30% e impatto reputazionale 
 
Le tecniche di valutazione quantitative sono applicabili quando si hanno a 
disposizione dati storici particolarmente ampi (come numero di osservazioni 
temporali), in grado di poter rappresentare, con un certo intervallo di confidenza, 
l'andamento della probabilità e l'impatto. Queste tecniche consentono di ottenere 
una valutazione del rischio più obiettiva e meno inficiata dai giudizi soggettivi 
del valutatore (maggiore oggettività), ma è da puntualizzare che la loro validità 
richiede dati accurati, sia che provengono da fonte interna che esterna, per cui 
una delle sfide per poter utilizzare le tecniche quantitative è quella di ricorrere a 
fonti di dati affidabili
48
. Inoltre è bene ricordare che si deve prestare particolare 
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 La stima della probabilità e dell'impatto di un rischio, spesso è determinata utilizzando dati relativi a 
eventi già accaduti in passato (dati storici), laddove disponibili ovviamente, dato che questi costituiscono 
una base più obiettiva rispetto a stime totalmente soggettive. Generalmente i dati di provenienza interna, 
basati sull'esperienza maturata dall'azienda, sono quelli che consentono una valutazione migliore rispetto 
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attenzione quando si utilizzano dati riferiti a eventi passati per prevedere gli 
accadimenti futuri, dato che i fattori che influenzano gli eventi possono variare 
nel tempo. 
I metodi quantitativi utilizzano tecniche probabilistiche, non probabilistiche e di 
benchmarking. Le tecniche probabilistiche aggregano una serie di eventi e 
l'impatto conseguente, con la probabilità che questi eventi accadano sulla base di 
certe ipotesi. La probabilità e l'impatto sono determinati sulla base dei dati storici 
e ipotizzando una certa distribuzione dei comportamenti degli eventi
49
. Esempi di 
tecniche probabilistiche sono: il value at risk (VAR), il cash flow at risk e 
l'earnings at risk.  
Le tecniche non probabilistiche sono utilizzate per quantificare l'impatto di un 
certo evento sulla base di dati storici o simulati e su ipotesi di tendenze future, 
senza determinarne la probabilità di accadimento. Conseguentemente queste 
tecniche richiedono che il management determini, qualora lo ritenga necessario, 
la probabilità di accadimento separatamente. In queste tecniche non si procede 
quindi alla costruzione di distribuzioni di probabilità. Le tecniche non 
probabilistiche comunemente utilizzate sono: sensitivity analysis, scenario 
analysis e stress testing. 
Alcune società impiegano tecniche di benchmarking
50
 per valutare un rischio 
specifico in termini di probabilità e impatto, e in particolare quando il 
                                                                                                                                                                          
a quelli di provenienza esterna, dato che tengono conto delle peculiarità dell'azienda. Tuttavia i dati 
esterni possono risultare vantaggiosi se utilizzati per convalidare i primi migliorando così l'analisi e la 
valutazione dei rischi. 
49
 In sostanza queste tecniche si basano sull'utilizzo di dati storici per costruire delle distribuzioni di 
probabilità per stimare quello che sarà l'andamento futuro. 
50
 Con benchmark o, più spesso e coerentemente con la voce inglese "benchmarking", in economia si 
intende una metodologia basata sul confronto sistematico che permette alle aziende che lo applicano di 
compararsi con le migliori e soprattutto di apprendere da queste per migliorare. Esso può essere: 
 Benchmarking interno - fra settori diversi delle stessa azienda. È rapido, semplice ed economico ma 
scarsamente efficace poiché raramente permette di trovare soluzioni realmente innovative. 
 Benchmarking competitivo - fra aziende competitors. È abbastanza veloce, semplice ed economico e 
presenta buone possibilità di trovare soluzioni innovative, ma risulta tipicamente di difficile 
applicazione se non vi è collaborazione e se vi è timore nel rivelare dati fra concorrenti. 
 Benchmarking funzionale - fra processi simili di organizzazioni diverse. Facilita l'azienda nel trovare 
collaborazione e soluzioni innovative, ma è molto costoso in termini di denaro e di tempo. Si 
necessita in questo caso di forte capacità di adattamento delle soluzioni analizzate. 
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management vuole migliorare la sua risposta al rischio. I dati di benchmark 
possono infatti fornire al management informazioni approfondite sulla 
probabilità e l'impatto, basate sull'esperienza di altre organizzazioni. Le tecniche 
di benchmark si articolano in: 
 interne - confrontano le misure di un dipartimento o di una divisione con 
altre della stessa azienda; 
 concorrenziali/settoriali - confrontano le misure tra aziende direttamente 
concorrenti o tra ampi gruppi di società con caratteristiche similari; 
 best in class - confrontano misure simili di società appartenenti a settori 
diversi. 
 
Quando gli eventi potenziali non sono correlati tra di loro, il management deve 
valutarli distintamente. Quando esistono correlazioni tra eventi, oppure gli eventi 
si combinano e interagiscono tra di loro, è necessario valutarli tutti assieme. 
Infatti, mentre l'impatto di un singolo evento potrebbe essere irrilevante, l'impatto 
di una serie o di un aggregato di eventi potrebbe essere significativo. La natura 
degli eventi, e se questi sono correlati tra loro o meno, può quindi influire sulle 
tecniche di valutazione adottate. Ad esempio per valutare l'impatto di eventi che 
potrebbero avere conseguenze rilevanti, il management può adottare la sensitivity 
analysis, mentre per valutare gli effetti di eventi multipli, il management 
potrebbe adottare la tecnica scenario analysis. 
Ponendo in relazione la probabilità dell'evento e il suo impatto, il management è 
in grado di determinare la gravità di ciascun fattore di rischio e posizionarlo in 
una delle aree della cosiddetta "matrice di significatività del rischio" o "mappa 
dei rischi" (figura 4). Si tratta di una tabella a doppia entrata in cui per colonna 
                                                                                                                                                                          
 Benchmarking globale - fra processi diversi di organizzazioni diverse. Ha massima efficacia poiché 
si individuano le soluzioni migliori sul mercato, ma risulta di difficile applicazione poiché necessita 
di tempi di studio molto lunghi, visto che raramente le organizzazioni eccellenti aprono all'esterno il 
proprio know-how e le proprie core-competencies. Anche qui si necessità di forte capacità di adattare 
soluzioni esterne alla propria azienda. 
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troviamo i vari punteggi assegnati alla probabilità e per riga i punteggi assegnati 
all'impatto; in questo modo ad ogni cella della matrice corrisponde un certo 
livello di esposizione al rischio. Risulta evidente che per costruire questo 
strumento è necessario utilizzare una scala di misurazione ordinale e stabilire dei 
criteri in base ai quali assegnare un punteggio della scala di misurazione alla 
probabilità e all'impatto. 
Figura 4: Matrice di significatività 
Impatto 
(scala da 1 a 5) 
Probabilità (scala da 1 a 5) 
Raro 
(1) 
Improbabile 
(2) 
Moderato 
(3) 
Probabile 
(4) 
Molto 
probabile (5) 
Estremo 
(5) 
Medio (5) Alto (10) Grave (15) Grave (20) Estremo (25) 
Alto 
(4) 
Medio (4) Medio (8) Alto (12) Grave (16) Grave (20) 
Medio 
(3) 
Basso (3) Medio (6) Alto (9) Alto (12) Grave (15) 
Basso 
(2) 
Basso (2) Basso (4) Medio (6) Medio (8) Alto (10) 
Trascurabile 
(1) 
Basso (1) Basso (2) Basso (3) Medio (4) Medio (5) 
 
I colori aiutano ai fini della definizione della risposta al rischio. L'area verde 
indica quegli eventi rischiosi che, avendo bassa probabilità di manifestarsi e un 
impatto contenuto, vengono accettati senza porre in essere azioni di 
fronteggiamento. Sono quindi rischi che rientrano nella soglia di rischio 
accettabile e per i quali il costo necessario per porre in essere azioni di 
fronteggiamento sarebbe superiore al beneficio, dato dalla riduzione della perdita 
attesa. Viceversa dovranno essere sicuramente gestiti i rischi situati nell'area 
arancione, tanto più quelli collocati nell'area rossa, dato che si tratta di rischi con 
una probabilità medio/alta e con un impatto significativo. L'area gialla sta ad 
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indicare un'area di mezzo, ovvero quei rischi che l'azienda potrebbe decidere di 
accettare oppure fronteggiare con misure idonee
51
. 
Questa matrice può essere utilizzata per le seguenti finalità: 
1. ottenere una rappresentazione del portafoglio rischi dell'azienda e 
pervenire, attraverso varie aggregazioni, alla determinazione sintetica del 
profilo di rischio complessivo dell'azienda; 
2. individuare le priorità di intervento, ovvero quali rischi dovranno essere 
gestiti per primi perchè di maggiore gravità, ai fini della formulazione 
della strategia di risk management; 
3. costruendo più matrici di significatività, una per ciascuna area funzionale, 
unità operativa o processo, è possibile avere un'indicazione di sintesi di 
quali sono le aree più rischiose dell'azienda, informazione utile ai fini 
dell'assegnazione delle risorse che sono state assegnate all'attività di risk 
management; 
4. analizzare le possibili risposte al rischio in funzione dei due parametri 
probabilità e impatto. Generalmente è possibile associare al 
posizionamento di un rischio nella matrice, l'azione di risposta ideale. In 
altri termini a seconda della probabilità e dell'impatto di un rischio, è 
possibile individuare le azioni di risposta più adeguate per quello specifico 
fattore di rischio. 
La rappresentazione dei risultati dell'attività di risk assessment, è fondamentale 
per porre in risalto i rischi di maggior rilievo e i rischi di scarsa rilevanza. Questa 
informazione è estremamente utile ai fini della fase successiva del processo di 
risk management, ovvero la definizione della risposta al rischio. 
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 Le dimensioni delle varie aree della matrice non sono standard, ma dipendono dal livello di risk 
appetite, infatti se questo aumenta, aumenterà l'area di tolleranza e quindi minore sarà l'area che 
comprende rischi per i quali si dovranno adottare delle misure di fronteggiamento (per un soggetto 
propenso al rischio, i rischi che sono indicati come medi potrebbero ad esempio rientrare nell'area verde). 
Altro aspetto da considerare è che, laddove fosse attribuito un peso maggiore alla dimensione impatto, 
quando si ha un rischio che ha un impatto alto o estremo, a prescindere dalla probabilità di 
manifestazione, quel rischio dovrà essere considerato alto e non medio, e quindi spostato nell'area 
arancione, se non in quella rossa. 
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2.7 Risposta al rischio 
Dopo aver identificato e valutato i rischi, il passo successivo consiste nello 
stabilire le modalità di fronteggiamento dei rischi stessi, in modo da portare il 
rischio residuo
52
 entro i limiti del rischio accettabile. Nel framework si 
individuano quattro principali modalità di risposta al rischio:  
1. Evitare il rischio - dal momento che le attività originano dei rischi, un 
modo per evitare i rischi ad esse connessi, è quello di eliminare una linea 
di prodotto, non intraprendere nuove iniziative/attività che potrebbero dar 
luogo a rischi, come ad esempio rinunciare a entrare in un nuovo mercato, 
vendere un ramo di attività o disfarsi di un'unità operativa
53
. 
2. Ridurre il rischio - vengono intraprese azioni per ridurre la probabilità o 
l'impatto del rischio, oppure entrambi (alcuni esempi possono essere 
diversificare l'offerta di prodotto, per contrastare il rischio di una 
contrazione delle vendite dovuta a mutate esigenze della clientela, 
effettuare degli accantonamenti a fondi rischi, per prepararsi a sostenere 
l'impatto di un evento sfavorevole che potrebbe manifestarsi, come una 
condanna di risarcimento, stabilire dei limiti operativi e impostare attività 
di controllo). Questa risposta è tipica delle numerose decisioni operative 
prese quotidianamente dal management. 
3. Condividere il rischio - attraverso questa forma di risposta al rischio, si 
riduce la probabilità e l'impatto, trasferendo oppure compartecipando una 
parte del rischio. Le tecniche comunemente adottate sono la stipula di una 
polizza assicurativa, tipicamente per rischi con bassa probabilità ma con 
impatto elevato come furto e incendio, operazioni di copertura contro i 
rischi di oscillazione dei prezzi, dei tassi di interesse o delle valute, 
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 Generalmente le stesse misure impiegate per valutare il rischio inerente, sono anche impiegate per 
valutare il rischio residuo. 
53
 Se facciamo riferimento al rischio di credito, ovvero il rischio di non riuscire ad incassare i crediti che 
l'azienda vanta nei confronti dei suoi clienti, un metodo per evitare questo rischio è quello di ricorrere al 
factoring pro-soluto, anche se ovviamente questo comporta minori entrate, dato che la società che anticipa 
il credito, non anticipa il valore nominale, ma il valore nominale al netto di una commissione di sconto 
che sarà tanto maggiore, quanto maggiore è il rischio di credito associato al debitore.  
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attraverso gli strumenti derivati (hedging)
54
, entrare a far parte di una joint 
venture/partnership
55
 o l'esternalizzazione di attività o processi operativi
56
. 
Il rischio può essere condiviso anche attraverso accordi contrattuali con 
clienti, fornitori o altri partner, in modo da dividere i rischi riferiti a certe 
operazioni, come ad esempio i rischi di trasporto. 
4. Accettare il rischio - in questo caso non vengono intraprese, da parte 
dell'azienda, azioni per incidere sulla probabilità e sull'impatto del rischio. 
Questa strategia di risposta si adotta tipicamente per quei rischi con bassa 
probabilità di manifestazione e impatto contenuto, per i quali il costo delle 
azioni di fronteggiamento sarebbe superiore al beneficio ottenibile, 
rappresentato dalla riduzione della perdita attesa
57
. 
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 Con il termine inglese di hedging si fa riferimento, in ambito finanziario, ad una strategia 
d'investimento disegnata per ridurre il profilo di rischio di un investimento mediante l'utilizzo 
di strumenti derivati quali opzioni put e call, e contratti future. In finanza, è denominato strumento 
derivato (o anche, semplicemente derivato) ogni contratto o titolo il cui prezzo sia basato sul valore di 
mercato di un altro strumento finanziario, definito sottostante (come, ad esempio, azioni, indici 
finanziari, valute, tassi d'interesse). Gli utilizzi principali degli strumenti derivati sono la copertura di un 
rischio finanziario (detta hedging), l'arbitraggio (operazione che consiste nell'acquistare un bene o 
un'attività finanziaria su un mercato rivendendolo su un altro mercato, sfruttando le differenze 
di prezzo al fine di ottenere un profitto) e la speculazione. L'arbitraggio si differenzia 
dalla speculazione per il fatto che, mentre il primo è un modo di lucrare sulle differenze di prezzo presenti 
in luoghi diversi, la seconda opera sulle differenze di prezzo di uno stesso bene in tempi diversi. In altre 
parole, mentre la speculazione ricerca il lucro giocando sul fattore "tempo" (vendita successiva 
all'acquisto e viceversa), l'arbitraggio lo ricerca nel fattore "spazio" (acquisto e vendita su due mercati 
diversi). Le variabili alla base della quotazione dei titoli derivati sono dette attività sottostanti e possono 
avere diversa natura: può trattarsi di azioni, di obbligazioni, indici finanziari, di commodity (bene per cui 
c'è domanda ma che è offerto senza differenze qualitative sul mercato ed è fungibile, cioè il prodotto è lo 
stesso indipendentemente da chi lo produce) come il petrolio, o anche di un altro derivato, e così via. I 
derivati sono oggetto di contrattazione in molti mercati finanziari, e soprattutto in mercati al di fuori dei 
centri borsistici ufficiali, ossia in mercati alternativi alle borse vere e proprie, detti OTC, over the counter: 
si tratta di mercati creati da istituzioni finanziarie e da professionisti tramite reti telematiche e che, di 
solito, non sono regolamentati. 
55
 Una joint venture, in economia aziendale è un accordo di collaborazione tra due o più imprese, la cui 
unione definisce un nuovo soggetto giuridicamente indipendente dalle imprese che lo costituiscono. Le 
imprese che decidono di collaborare, si pongono come obiettivo la realizzazione di un progetto comune di 
natura industriale o commerciale e che vede l'utilizzo sinergico di risorse apportate da ciascuna singola 
impresa partecipante, ma anche un'equa suddivisione dei rischi legati all'investimento stesso, ovvero 
un'equa ripartizione delle possibili perdite o utili. Il ricorso a tale forma di accordo è dettato dunque dalla 
necessità di mettere insieme diversi know how e capitali per la realizzazione di un progetto comune di 
investimento, facilitandone così la messa in opera. 
56
 L'esternalizzazione, anche detta outsourcing, è in economia la pratica adottata dalle imprese di ricorrere 
ad altre imprese per lo svolgimento di alcune fasi del processo produttivo. 
57
 E' bene comunque precisare che l'accettazione del rischio è sempre frutto di un processo di valutazione 
del management, il quale dopo aver analizzato probabilità e impatto dell'evento rischioso, decide 
consapevolmente di accettare il rischio. In ogni caso anche a fronte di una decisione di accettare il rischio, 
è opportuno implementare sistemi di monitoraggio, dato che il livello di esposizione a quel fattore di 
rischio potrebbe variare nel tempo, rendendo la strategia di accettazione non più adeguata ed 
evidenziando la necessità di ridefinire la risposta al rischio. 
109 
 
La risposta di evitare il rischio generalmente nasce dal fatto che non si è riusciti a 
trovare un'opzione valida per ridurre probabilità e impatto del rischio ad un 
livello accettabile. Le risposte di ridurre e condividere il rischio consentono di 
portare il rischio residuo entro la soglia di tolleranza al rischio desiderata e infine 
la risposta di accettare il rischio evidenzia che il rischio inerente è già posizionato 
nell'area di tolleranza al rischio
58
.  
Le azioni di risposta al rischio devono consentire di portare a un livello di rischio 
residuo che sia in linea con la tolleranza al rischio dell'azienda. Certe volte, per 
ottenere un risultato ottimale, si rende necessaria un'aggregazione di più risposte, 
altre volte invece, una risposta può influire su una pluralità di rischi, e in tal caso 
il management potrebbe anche decidere che non siano necessari ulteriori 
interventi. 
Nel definire la risposta al rischio il management deve considerare una serie di 
fattori: 
 i rischi controllabili o comunque gestibili - considerato l'insieme di rischi 
che gravano sulla combinazione produttiva, alcuni di questi potrebbero 
essere non controllabili o non gestibili da parte del management. Per 
questo motivo, prima di definire le misure di fronteggiamento, è 
necessario assicurarsi della possibilità di agire su probabilità e/o impatto 
del rischio; 
 gli effetti potenziali delle risposte sulla probabilità e l'impatto del rischio - 
nel valutare le possibili risposte al rischio alternative, il management deve 
determinarne l'effetto sia sulla probabilità che sull'impatto, in modo da 
verificare quali risposte si allineano con la tolleranza al rischio 
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 Per molti rischi le risposte al rischio più appropriate sono ovvie e di facile adozione (ad esempio a 
fronte del rischio di blocco del sistema computerizzato, la soluzione migliore è quella di elaborare un 
piano di emergenza). Tuttavia per alcuni rischi si rendono necessarie indagini e analisi più approfondite 
per individuare le possibili risposte alternative e selezionare la più adeguata (ad esempio le possibili 
risposte per mitigare gli effetti dell'attività dei concorrenti sul valore del brand, potrebbero richiedere 
ricerche di mercato e analisi).  
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dell'azienda. Risposte diverse infatti possono incidere in modo diverso su 
tali parametri
59
; 
 i costi e i benefici delle risposte - quando il rischio può essere gestito, è 
necessario effettuare un'analisi costi/benefici, confrontando i costi diretti e 
indiretti associabili alla misura di fronteggiamento, con il beneficio 
ottenibile in termini di riduzione della perdita attesa. L'alternativa più 
conveniente è quella che a parità di costi consente di ridurre 
maggiormente la perdita attesa oppure, viceversa, a parità di perdita attesa 
riduce i costi da sostenere per la sua attuazione
60
; 
 il livello di rischio accettabile (risk appetite) - nella pratica le misure di 
fronteggiamento dei rischi definite e implementate, risentono del livello di 
rischio ritenuto accettabile in azienda. 
 
Una volta che sono state individuate le risposte al rischio alternative e valutati i 
relativi effetti, è necessario selezionare le risposte che consentono di allineare la 
probabilità e l'impatto del rischio alla tolleranza al rischio. Selezionata la risposta 
al rischio, è necessario sviluppare un piano d'azione per attuarla, che dovrà essere 
approvato dall'alta direzione, nel quale dovranno essere indicate le azioni da 
porre in essere, il responsabile dell'azione e il tempo entro cui il piano deve 
essere attuato. Una parte critica del piano è la definizione delle attività di 
controllo (di cui parleremo nel prossimo paragrafo) per assicurare che la risposta 
al rischio sia effettivamente realizzata. Al completamento delle azioni di risposta 
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 Generalmente il management, per valutare le risposte alternative, determina i loro effetti potenziali 
utilizzando le stesse unità di misura adottate per quantificare i relativi obiettivi. 
60
 Generalmente i costi associati all'implementazione di una risposta al rischio si possono quantificare con 
sufficiente accuratezza. Tipicamente le aziende considerano sia i costi diretti, e laddove possibile i costi 
indiretti associati alla risposta, inclusi i costi per realizzare la risposta e per farla funzionare in via 
continuativa nel tempo. Alcune aziende considerano anche i costi opportunità collegati all'impiego delle 
risorse. Il versante dei benefici, invece, spesso comporta una valutazione più soggettiva. Ad esempio i 
benefici di un programma di formazione sono evidenti, ma di difficile quantificazione. I benefici di una 
risposta al rischio possono essere valutati tenendo conto dei benefici derivanti dal conseguimento degli 
obiettivi relativi. 
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al rischio, il management ha una visione dei singoli rischi e delle relative 
risposte, e del loro allineamento alla tolleranza al rischio
61
. 
Nel caso in cui la risposta al rischio desse luogo a un rischio residuo in eccesso 
rispetto alla tolleranza al rischio, il management dovrà riesaminare tale risposta, 
o eventualmente riconsiderare il livello di tolleranza al rischio stabilito. 
L'ERM, come sappiamo, richiede che il rischio sia considerato in una prospettiva 
che considera l'azienda nel suo complesso. Normalmente l'approccio adottato è 
quello per cui il rischio viene prima esaminato a livello di ciascuna unità 
operativa, dipartimento o funzione, sotto la guida di un manager responsabile che 
elabora una valutazione del rischio riferito alla sua unità, determinando il profilo 
di rischio residuo. Tale profilo è legato agli obiettivi e alla tolleranza al rischio 
dell'unità medesima. In questo modo il senior management
62
, dispone di un 
quadro d'insieme dei rischi delle singole unità, ed è così in grado di stabilire se il 
rischio residuo a livello aziendale è allineato con il rischio accettabile, espresso 
in termini generali, e con gli obiettivi ad esso relativi
63
. Nei casi in cui il rischio 
aziendale fosse significativamente inferiore al rischio accettabile, il management 
potrebbe anche incoraggiare i dirigenti delle singole unità operative o funzioni, 
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 Vediamo un esempio di approccio alla risposta al rischio. A fronte dell'obiettivo di aumentare i ricavi 
attraverso l'introduzione di un nuovo prodotto, l'azienda identifica due rischi principali: 1. rischio che i 
concorrenti penetrino per primi il mercato; 2. l'accettazione del prodotto da parte del mercato è più lenta 
di quanto previsto dalle ricerche di mercato. A fronte del primo rischio si individuano le seguenti risposte 
alternative: fornire ulteriori fondi alle divisioni R&D e Produzione, in modo da anticipare l'ingresso sul 
mercato; non intraprendere nessuna azione specifica per essere i primi a entrare sul mercato. A fronte del 
secondo rischio le risposte alternative sono: adottare un marchio in comune con un terzo già affermato; 
non intraprendere nessuna azione specifica. L'azienda valuterà l'impatto di ciascuna risposta su 
probabilità e impatto, in modo da determinare il livello di rischio residuo che potenzialmente ogni 
risposta potrebbe determinare, al fine di selezionare la risposta che appare più opportuna, anche alla luce 
dei costi necessari per la sua implementazione. 
62
 il top (o senior) management comprende quel numero ristretto di persone (presidente, amministratore 
delegato, direttore generale,segretario generale ecc.) che estende la sua responsabilità e autorità all'intera 
azienda e risponde direttamente agli organi di governo, dei quali in certi casi è anche componente. 
Il middle management ha invece responsabilità e autorità su parti dell'azienda (unità organizzative), 
risponde al top management e occupa posizioni intermedie tra questo e il livello operativo. Comprende, 
quindi, i responsabili delle cosiddette direzioni intermedie, siano esse di tipo funzionale o divisionale, ai 
quali è frequentemente attribuito il titolo di direttore con la specificazione della funzione (ad esempio, 
direttore del personale o direttore finanziario) o dell'unità organizzativa sotto la sua responsabilità. 
63
 I rischi delle singole unità potrebbero essere posizionati entro i limiti della tolleranza al rischio delle 
medesime unità, ma aggregati potrebbero eccedere il rischio accettabile, per cui, in tal caso, si rende 
necessaria un'ulteriore risposta al rischio per allinearlo con il rischio accettabile. Viceversa, i rischi 
potrebbero compensarsi a livello aziendale. 
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ad assumersi più rischi nelle loro aree di responsabilità, al fine di accelerare la 
crescita e aumentare la redditività dell'azienda nel suo complesso. 
 
 
2.8 Attività di controllo 
Dopo che sono state selezionate le risposte al rischio, il management deve 
identificare le attività di controllo che consentano di assicurare che tali risposte 
siano eseguite correttamente e nei tempi previsti. In certi casi per una singola 
risposta al rischio, sono necessarie molteplici attività di controllo o viceversa, 
mentre certe volte il management potrebbe ritenere che le attività di controllo già 
in essere, siano sufficienti per assicurare che le nuove risposte al rischio siano 
efficacemente realizzate. Le attività di controllo costituiscono una parte 
importante del processo mediante il quale le aziende cercano di conseguire i loro 
obiettivi; per questo motivo, come avviene per la selezione della risposta al 
rischio, in cui si valuta la correttezza della stessa e il rischio residuo, anche per la 
selezione delle attività di controllo si dovrà valutare la loro adeguatezza rispetto 
alla risposta al rischio e al relativo obiettivo
64
. 
Le attività di controllo possono essere definite come le politiche e le procedure, 
ovvero le azioni svolte dalle persone per realizzare le politiche, volte a garantire 
che le risposte al rischio definite dal management e le sue direttive, siano attuate 
correttamente. In altre parole sono quelle misure necessarie per garantire che 
siano attivati efficacemente, i provvedimenti che il management ritiene necessari 
per ridurre i rischi connessi alla realizzazione degli obiettivi.  
Le attività di controllo, quindi, si basano normalmente su due elementi: le 
politiche, che definiscono ciò che si deve fare,  e le procedure che realizzano in 
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 Vediamo un esempio di risposta al rischio e relativa attività di controllo. Il management di un ospedale 
è consapevole che la capacità di assistere i pazienti può essere pregiudicata da un'improvvisa mancanza di 
energia elettrica. Per ovviare a questo rischio, il management risponde istallando un generatore di energia 
elettrica di riserva, e per assicurare che questo entri in funzione quando è necessario, vengono 
programmati degli interventi di manutenzione ordinaria. I registri, dove sono rilevati gli interventi, 
vengono poi esaminati mensilmente dal responsabile del servizio in questione. 
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pratica le politiche. In molti casi le politiche da adottare vengono comunicate 
verbalmente. La politica non scritta può risultare efficace se è di facile 
comprensione e di applicazione consolidata, oppure nel caso di piccole aziende 
che dispongono di canali di comunicazione che coinvolgono un numero limitato 
di soggetti, e l'interazione e la supervisione del personale non presenta particolari 
difficoltà. In ogni caso, che la procedura sia scritta o meno, è fondamentale che 
essa sia attuata totalmente, seriamente e con coerenza. Se una procedura viene 
seguita meccanicamente, perdendo di vista la ragione per cui è stata adottata, 
essa risulterà di scarsa utilità. Inoltre è necessario che eventuali rilievi emersi 
durante l'applicazione delle procedure, siano esaminati e oggetto di appropriate 
azioni correttive. Queste ultime, in una grande società, possono basarsi su 
processi di reporting formalizzati, in cui le unità operative indicano le ragioni per 
cui gli obiettivi non sono stati conseguiti e i provvedimenti adottati per porvi 
rimedio, mentre in un piccola impresa, normalmente il titolare incontra 
personalmente il direttore produzione, ad esempio, per discutere sui problemi 
emersi e sugli interventi correttivi da attuare. 
Sebbene le attività di controllo, nell'ambito del framework dell'ERM, sono 
considerate una componente autonoma, volta ad assicurare che le risposte al 
rischio siano correttamente attuate, si può osservare che le attività di controllo, 
per certi obiettivi, costituisco esse stesse una possibile risposta al rischio. Ad 
esempio, di fronte al rischio che specifiche operazioni siano svolte senza la 
dovuta autorizzazione, la risposta al rischio può essere un'attività di controllo 
basata sulla separazione dei compiti e sull'approvazione delle operazioni da parte 
di un supervisore
65
. 
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 Altri esempi di attività di controllo come risposta al rischio potrebbero essere i seguenti. Per assicurare 
che i pagamenti delle imposte siano effettuati in conformità alla legge, un memorandum elettronico 
informa il personale delle scadenze di pagamento e un supervisore verifica che i pagamenti siano 
effettuati puntualmente. Per assicurare che le operazioni registrate nei conti di contabilità generale, siano 
complete e accurate, il computer quadra il totale delle operazioni registrate nei partitari con i conti di 
contabilità generale e qualsiasi differenza viene segnalata ed è soggetta a follow-up (il termine follow-up, 
proveniente dalla lingua inglese, indica una serie di controlli periodici programmati a seguito di un'azione 
o intervento, al fine di verificarne la corretta attuazione). Per assicurare che solo i programmi di prodotti 
collaudati e accettati siano trasferiti alle librerie di produzione, i trasferimenti sono effettuati solo al 
completamento del collaudo e relativa approvazione e con l'autorizzazione del responsabile. 
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Le attività di controllo possono essere classificate in funzione di obiettivi 
specifici, come quello di assicurare la completezza e l'accuratezza 
nell'elaborazione dei dati, efficace ed economico svolgimento delle operazioni, 
salvaguardia del patrimonio aziendale, rispetto di leggi e regolamenti e così via. 
In tal senso l'efficacia del sistema di controllo attiene alla capacità dello stesso di 
assicurare ragionevolmente, la prevenzione e la protezione dal rischio che:  
 le operazioni non siano svolte in condizioni di efficacia, efficienza ed 
economicità; 
 il patrimonio aziendale sia esposto ad eventi che ne potrebbero ridurre il 
valore; 
 le informazioni presentino scarso grado di accuratezza, tempestività, 
selettività, rilevanza ecc; 
 gli amministratori e i dipendenti violino le norme, i regolamenti e le 
procedure. 
A seconda delle circostanze, una specifica attività di controllo può contribuire 
alla realizzazione di obiettivi che ricadono in più categorie. Ad esempio, certe 
attività di controllo possono contribuire ad assicurare l'affidabilità dei report e del 
bilancio e al tempo stesso il rispetto dei vincoli normativi. 
Dal punto di vista della tempestività i controlli possono essere di tipo preventivo, 
volti a bloccare certe operazioni prima di essere effettuate, prevenire un errore e 
quindi il manifestarsi dell'evento rischioso, di tipo successivo, per scoprire errori 
o irregolarità ormai avvenute e quindi limitare l'impatto dell'evento rischioso, o 
di carattere concomitante. Chiaramente il controllo preventivo, che opera per 
evitare che il rischio si manifesti, è da preferirsi al controllo successivo che, 
attivandosi solo dopo che l'evento rischioso si è manifestato, può solo limitarne 
l'impatto. 
I controlli possono essere manuali o automatici, ovvero basati sull'impiego dei 
sistemi informatici. I controlli manuali sono quei controlli gestiti 
dall'operatore/utente, ovvero affidati ad una persona, come ad esempio le 
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riconciliazioni periodiche dei saldi contabili o dei conti correnti bancari, o 
l'inventario di magazzino, con il quale si verifica che le giacenze che risultano 
dalla contabilità, corrispondano a quelle fisicamente presenti in magazzino. A 
tale scopo sarebbe opportuno che l'inventario venga effettuato da un auditor 
interno o esterno e non dal responsabile di magazzino che magari è il soggetto 
che gestisce anche la contabilità di magazzino. I controlli automatici si basano 
sull'impiego di sistemi informatici, e rispetto ai controlli manuali permettono di 
ridurre la possibilità di errore nello svolgimento delle operazioni di controllo e di 
realizzare tali attività con tempi e costi più contenuti. 
Altra distinzione è quella tra controlli di linea e controlli direzionali. I primi sono 
quei controlli situati sulla stessa linea gerarchica di svolgimento delle operazioni 
controllate, ovvero sono i controlli svolti dagli stessi soggetti responsabili dello 
svolgimento delle operazioni. I controlli direzionali, invece, sono quei controlli 
svolti da un superiore gerarchico, come ad esempio le autorizzazioni allo 
svolgimento di operazioni, o le analisi dei report periodici. 
Ci possono essere controlli fisici o controlli svolti attraverso indicatori relativi a 
risultati realizzati o input impiegati.  
Vediamo di seguito alcuni esempi di attività di controllo: 
 Analisi svolte dall'alta direzione - le performance realizzate sono 
analizzate e confrontate con i budget, con le proiezioni, con i risultati di 
periodi precedenti e con i risultati dei concorrenti, per determinare in che 
misura gli obiettivi siano stati conseguiti. 
 Gestione diretta delle attività o funzioni - tutti i responsabili di funzione, 
di attività, o di processi procedono all'analisi delle performance. 
 Elaborazione dei dati - vengono eseguiti numerosi controlli per verificare 
l’accuratezza, la completezza e l’autorizzazione delle operazioni. I dati 
inseriti sono sottoposti a procedure automatiche di controllo o confrontati 
con archivi di verifica approvati. 
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 Controlli sulle operazioni - una varietà di controlli sono realizzati per 
verificare che le operazioni siano svolte correttamente, completamente e 
che siano debitamente autorizzate. Ad esempio, l'ordine di un cliente 
viene accettato solo dopo aver verificato che proviene da un cliente 
approvato a cui è stato concesso un certo limite di credito. 
 Controlli fisici - attrezzature, scorte, titoli, denaro e altre attività sono 
protetti fisicamente e periodicamente soggetti a conta fisica e confrontati 
con le risultanze contabili. 
 Separazione dei compiti - al fine di ridurre il rischio di errori e irregolarità, 
i compiti sono ripartiti tra più persone. Ad esempio, la responsabilità di 
autorizzare operazioni, di contabilizzarle e di gestirle deve essere 
suddivisa tra persone diverse. La persona che autorizza le vendite a credito 
non deve essere responsabile della contabilità clienti, né avere accesso agli 
incassi. Allo stesso modo gli addetti alle vendite non devono avere la 
possibilità di modificare gli archivi relativi ai prezzi dei prodotti o alle 
percentuali delle provvigioni. 
 Autorizzazione delle operazioni. 
 Adeguata documentazione e registrazione delle operazioni. 
 Controlli mediante indicatori di performance - questi indicatori possono 
evidenziare risultati inattesi o tendenze anomale, e il management, 
attraverso una loro analisi, può identificare  situazioni che evidenziano 
un'inadeguata capacità di svolgimento dei processi chiave, con 
conseguente scarsa probabilità di raggiungere gli obiettivi prefissati. 
 
Questi costituiscono alcuni esempi dei controlli più diffusi nella pratica, ma dato 
che ogni azienda ha i suoi obiettivi e metodi per realizzarli, si noteranno sempre 
differenze nelle risposte al rischio e nelle relative attività di controllo. Anche se 
due aziende avessero gli stessi obiettivi e gli stessi metodi per conseguirli, le 
attività di controllo probabilmente saranno differenti. Ogni azienda, infatti, è 
gestita da persone che attivano i controlli secondo valutazioni personali. Inoltre i 
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controlli riflettono l'ambiente e il settore in cui l'azienda opera, la dimensione e la 
complessità organizzativa, la sua cultura e il tipo di attività svolta
66
. E' quindi 
importante che i controlli siano "ritagliati" sulla specifica realtà aziendale, dato 
che ogni azienda ha le sue peculiarità. Un modo efficace per valutare le attività di 
controllo secondo un approccio risk-based, è quello di mettere in relazione 
obiettivi, rischi e controlli per determinare i rischi netti.  
Dato il sempre più ampio affidamento fatto sui sistemi informativi, sia per gestire 
un'azienda che per realizzare gli obiettivi, è necessario che gli stessi siano tenuti 
sotto controllo. Le attività di controllo sui sistemi informativi si possono ripartire 
in due grandi gruppi: i controlli generali, che si applicano alla totalità dei sistemi 
e sono finalizzati ad assicurare il loro corretto e continuo funzionamento, e i 
controlli applicativi. 
I controlli generali, sono così definiti perchè riguardano l'ambiente IT nel suo 
complesso e il suo funzionamento, e comprendono controlli relativi alla gestione 
e alla protezione delle infrastrutture dell'information technology, la gestione della 
sicurezza dei dati (attraverso sistemi di password e di back up), l'acquisizione dei 
software, lo sviluppo e la loro manutenzione
67
. 
I controlli applicativi servono a verificare la completezza, l'accuratezza, 
l'autorizzazione e la validità dei dati rilevati e processati. Questi controlli 
assicurano che i dati siano catturati o generati quando richiesto, che le 
applicazioni di supporto siano disponibili e che gli errori siano rintracciati 
rapidamente. In altre parole questi controlli riguardano il processo di produzione 
delle informazioni nella fasi di immissione (check digit, test logici dei dati), nella 
fase di elaborazione (come ad esempio un controllo di quadratura fra ordini 
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 Grandi e complesse organizzazioni che svolgono diverse attività, normalmente si trovano a dover 
affrontare problemi di controllo più difficili rispetto alle piccole e semplici organizzazioni con attività 
meno variegate. Aziende con operazioni decentrate e che attribuiscono importanza all'autonomia 
manageriale, avranno attività di controllo diverse rispetto ad aziende fortemente centralizzate. 
67
 Controlli logici all'accesso come password sicure, limitano l'accesso alla rete e ai database. Le user 
account e i relativi controlli agli accessi, aiutano a limitare l'accesso da parte degli utenti autorizzati, alle 
sole applicazioni o funzioni di applicazioni di cui hanno bisogno per lo svolgimento del proprio lavoro. 
Gli internet firewalls e le reti virtuali private proteggono i dati da accessi esterni non autorizzati. 
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ricevuti dagli agenti e provvigioni calcolate) e nella fase di output, e sono volti a 
garantire i requisiti di efficacia informativa (accuratezza, completezza, ecc.)
68
. 
Un obiettivo fondamentale dei controlli applicativi è quello di prevenire 
l'inserimento di dati erronei nel sistema, come anche di individuare e correggere 
gli errori una volta che siano stati inseriti. In sostanza questi controlli servono a 
prevenire o individuare dati inaccurati, incompleti, incoerenti o sbagliati, che 
sono stati rilevati e processati nell'ambito del sistema informativo. 
Il tema della sicurezza informatica
69
 diventa quindi un aspetto sempre più 
importante per le aziende, infatti mano a mano che l'utilizzo delle tecnologie e 
dei sistemi informatici si diffonde, aumentano i rischi ad essi connessi. 
 
 
2.9 Informazione e comunicazione 
Le informazioni sono una componente trasversale al modello in quanto sono 
necessarie per identificare, valutare e gestire sia i rischi che le opportunità; in 
altri termini sono un elemento indispensabile durante l'intero processo di risk 
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 Controlli di quadratura - gli errori si possono rilevare riconciliando gli ammontari immessi nel 
processo di elaborazione dei dati, sia manualmente che automaticamente, con un totale di controllo; 
Check digit - i dati inseriti nel processo sono validati tramite calcolo, ad esempio i codici delle 
componenti acquistate da una società, contengono un check digit per individuare e correggere ordini di 
acquisto con codici errati; Test di ragionevolezza dei dati - i dati rilevati vengono comparati con dei 
livelli di ragionevolezza attuali o frutto di trend storici. 
69
 Con il termine sicurezza informatica si intende quel ramo dell'informatica che si occupa dell'analisi 
delle vulnerabilità di un sistema informatico, dei rischi, delle minacce o attacchi che possono riguardarlo, 
e della successiva protezione dell'integrità fisica (hardware) e logico-funzionale (software) del sistema 
stesso e dei dati in esso contenuti. Tale protezione è ottenuta attraverso misure di carattere tecnico-
organizzativo e funzionali tese ad assicurarne: 
 l'accesso fisico e/o logico solo ad utenti autorizzati (autenticazione); 
 la fruizione di tutti e soli i servizi previsti per quell'utente nei tempi e nelle modalità previste dal 
sistema (disponibilità); 
 la correttezza dei dati (integrità); 
 l'oscuramento dei dati (cifratura); 
 la protezione del sistema da attacchi di software malevoli per garantire i precedenti requisiti. 
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management
70
. Tutte le aziende devono identificare e raccogliere una vasta 
gamma di informazioni relative ad eventi esterni e interni e alla gestione 
aziendale. Le informazioni pertinenti devono essere identificate, selezionate e 
diffuse nella forma e nei tempi che consentano a ciascuno di prendere le 
decisioni e di adempiere correttamente alle proprie responsabilità riguardanti 
l'ERM e alle altre responsabilità loro assegnate. E' necessario che le informazioni 
siano diffuse a tutti i livelli della struttura organizzativa, per identificare, valutare 
e rispondere ai rischi e, al tempo stesso, per gestire l'azienda e guidarla verso i 
suoi obiettivi. 
Le informazioni provengono da varie fonti, sia interne che esterne alla 
combinazione produttiva, e sono fondamentali per elaborare risposte appropriate 
ai cambiamenti che emergono all'interno dell'azienda e nell'ambiente esterno. 
Spesso anche le informazioni raccolte nel corso di conversazioni con clienti, 
fornitori, autorità di vigilanza e il personale, possono consentire di identificare 
rischi e opportunità. A tal proposito una sfida per il management, consiste nel 
trasformare grandi volumi di dati in informazioni che supportino le decisioni e 
l'azione. Per questo motivo assumono un'importanza fondamentale, i sistemi 
informativi che originano, raccolgono, analizzano, processano e diffondono, 
tramite report, le informazioni rilevanti
71
. I sistemi informativi trattano sia dati 
prodotti internamente, che informazioni di origine esterna, fornendo informazioni 
per la gestione dei rischi e per prendere decisioni basate su tali informazioni. I 
sistemi informativi sono quindi fondamentali per un efficace gestione del 
rischio
72
. Dato che le aziende collaborano e sono sempre più integrate con i 
clienti, con i fornitori e con i partner in generale, la suddivisione tra sistemi 
informativi aziendali e quelli dei terzi è sempre più blanda. Di conseguenza, 
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 Le informazioni sono ottenute e analizzate per formulare la strategia, definire gli obiettivi, identificare 
gli eventi, analizzare e valutare i rischi ed elaborare le risposte al rischio. Sono quindi un elemento di 
supporto per tutte le componenti del modello ERM. 
71
 I sistemi informativi elaborano sia dati di origine interna, ma trattano anche informazioni su eventi 
esterni, come dati che segnalano variazioni nella domanda dei prodotti e dei servizi, dati sull'evoluzione 
delle preferenze della clientela, informazioni su iniziative e prodotti della concorrenza e sui progetti di 
legge e sui regolamenti in corso di elaborazione.  
72
 Molte organizzazioni hanno infrastrutture di information technology molto complesse per supportare il 
management nel conseguire gli obiettivi operativi, di reporting e di conformità. In molti casi, le 
informazioni elaborate da questi sistemi nel corso della gestione ordinaria, sono integrati con l'ERM. 
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l'elaborazione di dati diventa sempre più una responsabilità condivisa tra più 
entità, e in questi casi l'architettura dei sistemi informativi di un'azienda, deve 
essere sufficientemente flessibile in modo da poter essere efficacemente integrata 
con quella di terzi esterni affiliati. 
Per rendere efficace l'ERM, le aziende raccolgono e utilizzano dati attuali e dati 
storici. I dati storici permettono di comparare la performance realizzata con i 
target, i programmi e le aspettative, indicano i livelli di performance che si 
possono raggiungere al variare delle condizioni, consentendo di identificare 
correlazioni e tendenze e di fare previsioni sulla performance, ed inoltre 
consentono di allertare in anticipo il management su eventi potenziali che 
potrebbero pregiudicare il raggiungimento degli obiettivi (in base all'esperienza 
pregressa). I dati attuali o correnti, consentono ad un'azienda di determinare se la 
sua attività si sta svolgendo entro la tolleranza al rischio. Questi dati, inoltre, 
permettono al management di conoscere, in tempo reale, la situazione dei rischi 
in essere a livello di processo, funzione, di unità e di rilevare scostamenti dagli 
obiettivi in corso di marcia. 
Lo sviluppo di sistemi informativi ha accresciuto la capacità di molte 
organizzazioni di misurare e monitorare le performance e i rischi, ma al tempo 
stesso ha provocato una crescita esponenziale dei volumi di dati trattati
73
. 
Quando sono disponibili molti dati è necessario evitare un "sovraccarico di 
informazioni" assicurando che i flussi informativi recepiscano solo le 
informazioni giuste, nella forma giusta, al giusto livello di dettaglio, disponibili 
nei tempi dovuti e destinate alle persone giuste. Quando si sviluppa un sistema 
informativo, è necessario determinare i requisiti informativi per gli utenti, 
persone o dipartimenti, e le informazioni necessarie ai diversi livelli della 
struttura. Nonostante i benefici sopra citati, il crescente affidamento sui sistemi 
informatici comporta nuovi rischi, come ad esempio i crimini informatici, che 
devono essere integrati nell'ERM. 
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 La tecnologia gioca un ruolo cruciale nel realizzare un flusso di informazioni efficace all'interno di 
un'organizzazione, incluse le informazioni pertinenti all'ERM. 
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Come abbiamo detto, le informazioni devono essere fornite nei tempi e con il 
grado di dettaglio coerente con le necessità di identificare, valutare e rispondere 
al rischio e rimanere nei limiti di tolleranza. L'affidabilità dei dati ovviamente è 
un fattore critico, dati errati, infatti, possono dar luogo alla mancata 
identificazione di rischi oppure a valutazioni inadeguate e conseguenti decisioni 
sbagliate. Generalmente la qualità/efficacia delle informazioni si valuta in base ai 
seguenti parametri: 
 Contenuto appropriato / informazione rilevante - il contenuto dei report 
deve essere rilevante, ovvero deve contenere tutte le informazioni 
necessarie al suo destinatario. Potremmo dire che un'informazione è 
rilevante quando è effettivamente utile, ovvero l'utente può utilizzarla per i 
suoi fini decisionali. La rilevanza deve essere valutata in relazione al tipo 
di rischio che deve essere gestito; 
 Selettività - questo parametro si lega direttamente al precedente, in quanto 
il report per essere efficace deve contenere tutte e sole le informazioni 
necessarie, dato che un eccesso di informazioni equivale ad assenza di 
informazioni, poiché il destinatario perde di vista i dati chiave, ciò che è 
rilevante da ciò che è secondario; 
 Tempestività - l'informazione è tempestiva quando può essere ottenuta nei 
tempi richiesti dall'utente, ovvero nei tempi necessari affinché possano 
essere effettuate le valutazioni e le analisi necessarie ad un'efficace 
gestione del rischio; 
 Livello di aggiornamento - l'informazione deve essere la più recente ed 
aggiornata possibile, in modo da riflettere lo stato ultimo dell'evento 
rappresentato; 
 Grado di accuratezza - l'informazione deve essere esatta e corretta, in 
modo da evitare che le decisioni prese sulla sua base, non siano adeguate; 
 Accessibilità - gli interessati devono poter ottenere le informazioni 
agevolmente, anche senza la necessità di dover ricorrere al supporto di 
terzi soggetti. 
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In figura 5, per ciascuna delle diverse fasi del processo di gestione del rischio, si 
evidenziano i requisiti di efficacia delle informazioni che sembrano assumere 
maggiore rilievo per una più efficace gestione delle varie attività
74
. 
Figura 5: Efficacia delle informazioni e fasi del processo di risk management 
 
 
 
 
 
In definitiva possiamo osservare che ottenere le informazioni giuste, nei tempi 
giusti, al giusto livello di dettaglio e al livello della struttura organizzativa 
adeguato, è essenziale per l'efficacia dell'ERM. Questo è il motivo per cui i 
sistemi informativi, che costituiscono una componente autonoma del modello 
ERM, devono anche essere assoggettati a controllo, per accertarne l'efficacia nel 
tempo o l'eventuale necessità di adattamenti. 
Per garantire un efficace processo di gestione del rischio, non è sufficiente 
l'elaborazione di informazioni adeguate, ma sono necessari sistemi di 
comunicazione che consentano di far fluire tali informazioni in tutta 
l'organizzazione: verso il basso, verso l'alto e trasversalmente.  
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 Il grado di efficacia dell'attività di identificazione dei rischi e delle opportunità dipende anche dalla 
capacità di supportare il management ai diversi livelli organizzativi, con informazioni di origine 
interna/esterna sugli eventi che potrebbero avere un impatto negativo o positivo rispetto agli obiettivi che 
l'organizzazione si è data (importanza della comunicazione interna). Per quanto riguarda la stima della 
probabilità e dell'impatto di un rischio, abbiamo visto che essa può essere condotta mediante tecniche 
qualitative o quantitative e, in entrambi i casi, se si dispone di informazioni accurate si può pervenire ad 
una valutazione meno discrezionale. Nel caso delle tecniche quantitative di tipo probabilistico, la loro 
applicabilità e qualità dei risultati ottenibili dipende, oltre che dal grado di accuratezza dei dati sui 
fenomeni da analizzare, dall'estensione temporale dei dati stessi, che deve essere sufficientemente ampia 
per permettere di definire correttamente la distribuzione di probabilità degli eventi. Infine nella fase di 
gestione/risposta al rischio, il management si troverà spesso a valutare soluzioni alternative, al fine di 
scegliere quella più conveniente. In questa valutazione, la disponibilità di informazioni significative, ben 
selezionate, tempestive ed accurate, consente un'analisi più adeguata dei costi e dei benefici associati a 
ciascuna alternativa. 
Identificazione dei rischi 
Valutazione dei rischi 
Risposta al rischio 
Rilevanza, Selettività, 
Tempestività, Accuratezza 
Accuratezza, Ampiezza delle 
base di dati 
Rilevanza, Selettività, 
Tempestività, Accuratezza 
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La comunicazione interna, oltre a garantire il flusso delle informazioni necessarie 
per il processo di risk management, comprende un chiaro messaggio proveniente 
dal vertice dell'organizzazione e rivolto a tutto il personale. La comunicazione 
specifica e diretta, proveniente dal vertice, ha una forte influenza sui 
comportamenti del personale. Questa comunicazione riguarda una chiara 
enunciazione della filosofia di gestione del rischio e del relativo approccio e una 
chiara delega di autorità. Le comunicazioni svolgono un ruolo fondamentale per 
creare un ambiente interno sano e per supportare gli altri componenti dell'ERM. 
Ad esempio il recepimento della filosofia di gestione del rischio nella cultura 
aziendale, può essere facilitato attivando comunicazioni verso l'alto e verso il 
basso per spiegare cosa sia tale filosofia, e cosa l'organizzazione si aspetta dal 
personale. Inoltre il management, rafforza o influenza la cultura di 
un'organizzazione con le parole e il buon esempio
75
. 
La comunicazione deve trasmettere efficacemente: l'importanza e la rilevanza di 
un ERM efficace, gli obiettivi aziendali, il rischio accettabile e la tolleranza al 
rischio, una terminologia univoca del rischio, i ruoli e le responsabilità del 
personale nell'attivare e supportare i componenti dell'ERM. 
Tutto il personale deve ricevere dal top management un messaggio chiaro 
sull'importanza dell'ERM. Ogni individuo deve avere ben compreso gli aspetti 
peculiari dell'ERM e il suo funzionamento, il proprio ruolo e la propria 
responsabilità all'interno dello stesso, come la sua attività è collegata a quella 
degli altri e quali sono i comportamenti ritenuti accettabili e quelli inaccettabili. 
Oltre al flusso informativo "top-down", i canali di comunicazione devono 
consentire al personale di comunicare le informazioni sui rischi tra le unità 
operative, i processi o le funzioni. Il personale che tratta direttamente le 
operazioni aziendali, personale operativo, e quotidianamente affronta problemi 
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 Ad esempio alcuni punti fondamentali di un programma di comunicazione interna, per agevolare la 
diffusione della filosofia di gestione del rischio sono i seguenti: il management discute sui rischi e sulle 
relative risposte svolgendo incontri periodici con il personale; il management comunica periodicamente i 
rischi a livello aziendale al personale; per i nuovi assunti sono previsti incontri di orientamento che 
forniscono informazioni sulla filosofia del rischio aziendale e sul programma dell'ERM della società; per 
il personale più anziano sono previsti workshop e/o corsi di aggiornamento sulle iniziative dell'ERM 
nell'azienda. 
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operativi, si trova spesso nella posizione migliore per rilevare i problemi nel 
momento in cui sorgono, e i canali di comunicazione dovrebbero garantire che 
questo personale, possa comunicare verso l'alto informazioni sui rischi. Le 
comunicazioni, infatti, possono bloccarsi quando le persone o le unità non sono 
incoraggiate a fornire informazioni di rilievo e/o non dispongono di mezzi per 
farlo. Il personale potrebbe infatti essere a conoscenza di rischi significativi, ma 
magari non è disposto oppure non è in grado di comunicarli, e questo è un grosso 
problema per l'azienda. A questo proposito, è molto importante che l'azienda 
disponga di canali di comunicazione accessibili a tutti, e che i superiori, 
destinatari di tali informazioni, si dimostrino interessati a tali informazioni e 
disposti ad ascoltare i problemi sollevati. Se non esistono canali accessibili a tutti 
e il personale percepisce uno scarso interesse da parte del management, o una 
scarsa disponibilità ad ascoltare, questo potrebbe chiudere definitivamente i 
canali di comunicazione dal basso verso l'alto. 
Oltre ai canali di comunicazione ufficiali (reporting formalizzato), qualora questi 
non siano efficaci o siano inappropriati, è necessario adottare canali comunicativi 
alternativi, che operino qualora le vie normali non funzionino correttamente. Lo 
scopo di questi canali alternativi, è quello di fornire mezzi rapidi con i quali il 
personale, a qualsiasi livello della struttura organizzativa, può riservatamente 
discutere o segnalare fatti illegali o non etici o comportamenti scorretti 
(corruzioni, frodi, furti ecc.). Dovranno inoltre essere attivati in azienda 
meccanismi rivolti a incoraggiare la segnalazione di presunte violazioni del 
codice di comportamento aziendale o malfunzionamenti del sistema di controllo 
e gestione dei rischi. Per favorire queste comunicazioni verso l'alto, il personale 
deve avere la chiara percezione che riportare tali informazioni non darà luogo ad 
alcuna ritorsione, ed è fondamentale che vi siano dei canali di comunicazione 
accessibili e riservati.  
Uno dei canali di comunicazione più rilevanti, è certamente quello che lega il 
management con il consiglio di amministrazione. Il management, infatti, deve 
tenere regolarmente informato il Cda della performance, dei rischi e del 
125 
 
funzionamento dell'ERM e di altri specifici eventi o problematiche. Queste 
informazioni sono fondamentali per consentire al Cda di adempiere in modo 
efficace al suo ruolo di supervisore sull'intero processo di gestione del rischio. 
In azienda possono essere impiegati vari mezzi di comunicazione come manuali 
delle politiche, promemoria, e-mail, fogli in bacheca, videomessaggi, lettera del 
CEO, gruppi di discussione, poster o altre affissioni che mirano a rafforzare 
aspetti chiave dell'ERM, emissione periodica di newsletter (notiziario diffuso 
periodicamente per posta elettronica) da parte del Chief risk officer, incontri con 
il personale o incontri periodici con esperti sulle tematiche del rischio. Molte 
organizzazioni adottano specifiche tecnologie per agevolare la comunicazione 
per l'ERM, come ad esempio un sito intranet che consenta al personale di 
accedere facilmente e costantemente alle informazioni concernenti l'ERM (ad 
esempio il messaggio del CEO che definisce la filosofia di gestione del rischio, il 
rischio accettabile, gli obiettivi di base dell'ERM; politiche e procedure 
dell'ERM; domande frequenti relative al programma ERM adottato in azienda e 
così via). La comunicazione avviene anche in modo non verbale, e in questo caso 
il modo in cui il management si comporta con il personale, può costituire un 
potente messaggio. Un fattore di fondamentale importanza, è quindi costituito dal 
buon esempio riflesso nei comportamenti del senior management (cosiddetta 
"comunicazione non verbale"). 
 
 
Dobbiamo tenere presente che sono necessarie comunicazioni appropriate non 
soltanto all'interno dell'azienda, ma anche con l'esterno. Con canali di 
comunicazione aperti, i clienti e i fornitori possono fornire informazioni 
significative sul design o sulla qualità dei prodotti e servizi, consentendo 
all'azienda di conoscere l'evoluzione della domanda e delle preferenze della 
clientela. Ad esempio clienti e fornitori quando contestano o fanno domande su 
spedizioni, merci ricevute, sulla fatturazione o altre attività, spesso fanno 
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emergere problemi operativi, ed eventuali frodi o altre prassi illecite. Queste 
informazioni sono quindi estremamente importanti nell'ottica di gestione dei 
rischi, ed è quindi fondamentale mantenere aperti i canali di comunicazione con 
l'esterno. Questi sono particolarmente importanti, per quanto riguarda rischio 
accettabile e tolleranza al rischio, per quelle aziende collegate con altre 
nell'ambito della supply chain. In questi modo, infatti, il management può 
determinare se il suo rischio accettabile e le tolleranza al rischio, sono allineate o 
meno con quelle dei suoi partner, allo scopo di assicurarsi di non assumere troppi 
rischi tramite queste collaborazioni. 
Oltre al reporting interno esiste un reporting esterno sui rischi, che comprende 
tutte le attività intraprese dall'azienda per informare gli stakeholder (azionisti, 
investitori, banche, clienti, fornitori, agenzie di rating) sui rischi che 
caratterizzano la combinazione produttiva e sulle attività che sono state poste in 
essere per fronteggiarli. Questo tipo di informativa assume un'importanza 
fondamentale per i vari interlocutori che intrattengono relazioni con l'azienda, i 
quali potrebbero utilizzare la disclosure sui rischi per soddisfare i loro fabbisogni 
conoscitivi e per orientare i loro processi decisionali. Le informazioni sui rischi 
possono essere utilizzate per valutare se la gestione ha creato o distrutto valore, 
informazione utile per potenziali investitori al fine di orientare le loro scelte di 
investimento (alla luce dello stato di rischiosità dell'azienda), ma anche per 
clienti
76
 e fornitori, che avendo relazioni commerciali con l'azienda, sono 
interessati a conoscere lo stato di rischiosità della stessa e la sua capacità di 
creare valore, condizione fondamentale per la continuazione della sua attività. Il 
risk reporting, se efficacemente strutturato, può quindi offrire informazioni utili 
anche per l'analisi degli scenari futuri e della dinamica economico-finanziaria 
prospettica. Le banche stesse, hanno iniziato ad utilizzare nei loro modelli di 
rating alcune variabili predittive del rischio di default della controparte, per cui 
l'informativa sui rischi divulgata dall'azienda potrebbe costituire una preziosa 
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 Sempre più spesso le aziende assegnano una certa importanza a come vengono gestiti i rischi da parte 
dei loro fornitori, in particolar modo quelli di compliance, richiedendo determinate garanzie in materia di 
risk management. Quindi sempre più spesso le aziende, nel qualificare le aziende fornitrici, analizzano il 
loro sistema di risk management. 
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fonte informativa anche per gli intermediari bancari (interessati a conoscere lo 
stato di rischiosità al fine di decidere se concedere o meno un finanziamento e 
per stabilire il tasso da applicare). 
Queste considerazioni sull'utilità del risk reporting possono essere estese anche 
ad altri interlocutori, come le società di rating e gli analisti finanziari. L'analisi 
dei rischi, infatti, costituisce una delle fasi più importanti del processo di 
assegnazione del rating
77
 da parte di società specializzate
78
. Anche gli analisti 
finanziari potrebbero utilizzare l'informativa in questione per stimare il profilo 
rischio/rendimento associabile all'investimento azionario e, su questa base, 
formulare raccomandazioni di investimento. 
Non ci sono dubbi sull'utilità del reporting esterno per i vari interlocutori 
dell'azienda, ma si deve tener conto del fatto che non è detto che le aziende siano 
disposte a divulgare all'esterno questo tipo di informativa, dato che la 
comunicazione dei fattori di rischio potrebbe sollevare dei dubbi sulla validità del 
progetto imprenditoriale. Tra l'altro laddove le aziende decidano di rilasciare una 
disclosure pubblica sui rischi, diventa fondamentale verificare l'attendibilità delle 
informazioni rilasciate, prima di prendere decisioni basate su di esse. Gran parte 
dell'informativa sui rischi rientra nell'informativa volontaria e quindi, in base ad 
un'analisi costi/benefici, l'azienda potrebbe non ritenere conveniente la 
divulgazione di notizie sui fattori di rischio che la caratterizzano. Per questo 
motivo possiamo trovarci di fronte a politiche comunicative molto diverse, che 
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 Il rating, in italiano classificazione, è un metodo utilizzato per valutare sia i titoli obbligazionari, sia 
le imprese in base al loro rischio finanziario. Le valutazioni del rating sono emesse ad opera delle 
cosiddette agenzie di rating, come ad esempio Standard & Poor's, Moody's e Fitch Ratings, le quali 
adottano delle classi di rating. La scala di rating più diffusa è quella dell'agenzia Standard & Poor's: 
 AAA - elevata capacità di ripagare il debito; 
 AA - alta capacità di ripagare il debito; 
 A - solida capacità di ripagare il debito, che potrebbe essere influenzata da circostanze avverse; 
 BBB - adeguata capacità di rimborso, che però potrebbe peggiorare; 
 BB, B - debito prevalentemente speculativo; 
 CCC, CC - debito altamente speculativo; 
 D - società insolvente.  
78
 Anche se questo tipo di analisi si basa su informazioni che le società di rating ottengono interagendo 
direttamente con il management della società, la disponibilità di una disclosure pubblica sui rischi, 
potrebbe semplificare l'analisi. 
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vanno dai casi in cui il timore di subire ritorni negativi limita la disclosure, a 
situazioni in cui l'informativa sui rischi e sulle tecniche adottate, permette di 
evidenziare la qualità dei sistemi manageriali e di governo dell'azienda. 
Sulla base di queste considerazioni, risulta evidente che l'informativa su base 
volontaria potrebbe portare a flussi comunicativi non adeguati a soddisfare le 
esigenze conoscitive degli stakeholder, e per questo motivo si discute 
sull'opportunità di includere o meno l' informativa sui rischi nel quadro della 
comunicazione obbligatoria. A tal proposito può risultare interessante 
ripercorrere brevemente, il processo evolutivo della normativa italiana su questo 
argomento, con particolare riferimento all'art. 2428 del codice civile, inerente la 
relazione sulla gestione. Possiamo articolare questo percorso in tre fasi. 
Nella prima fase, antecedente al 2005 e al recepimento nel nostro ordinamento 
della Direttiva 51/2003/CE, nota come Direttiva di Modernizzazione contabile
79
, 
la comunicazione sui rischi può essere collocata nell'ambito dell'informativa 
volontaria. La normativa civilistica e i principi contabili nazionali, infatti, non 
richiedevano in maniera specifica, la predisposizione di un'informativa in merito 
agli eventi rischiosi che caratterizzano la dinamica aziendale. Gli unici 
riferimenti rintracciabili nel quadro normativo di quel periodo, si limitavano ad 
un'informativa quantitativa, che di fatto consisteva nella costituzione dei fondi 
rischi da includere nei prospetti di Stato Patrimoniale e di Conto Economico ed, 
eventualmente, una descrizione dei rischi in Nota Integrativa
80
. E' evidente che 
                                                          
79
 La direttiva 51/2003/CE introduce rilevanti novità nella forma e nel contenuto del bilancio, d'esercizio 
e consolidato, e relativamente a banche, altre società finanziarie e società di assicurazione. Gli obiettivi 
principali di questa direttiva consistono nell'eliminazione dei conflitti tra direttive e principi IAS/IFRS e 
nel fare in modo che i trattamenti contabili consentiti dai principi internazionali, possano essere utilizzati 
anche dalle società europee sottoposte alle disposizioni comunitarie. Le principali modifiche apportate 
dalla direttiva in questione riguardano:  
1. l'integrazione dei principi generali di redazione del bilancio d'esercizio, con il principio di 
prevalenza della sostanza sulla forma; 
2. modifiche ai prospetti di bilancio per quanto riguarda forma e contenuto; 
3. modifiche relative ai criteri particolari di valutazione; 
4. modifiche relative alla relazione sulla gestione e al controllo legale dei conti. 
80
 A tal proposito si ricorda che, in base alle disposizioni e ai principi contabili del Consiglio Nazionale 
dei Dottori Commercialisti ed Esperti contabili (CNDCEC), gli accantonamenti a fondi rischi possono 
riguardare solo quelle passività potenziali legate ad eventi che, alla data di redazione del bilancio, hanno 
una elevata probabilità di manifestazione e per cui è possibile stimare l'impatto derivante, con una certa 
ragionevolezza. In questo caso la NI dovrebbe fornire le informazioni sui rischi in essere alla data di 
redazione del bilancio. Qualora non sia possibile stimare la perdita potenziale in maniera attendibile, ma 
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tali disposizioni, più che richiedere una comunicazione strutturata sui rischi, 
individuano delle regole tecniche per la redazione del bilancio e, quindi, limitano 
l'informativa a casistiche predefinite. Diversamente da quanto previsto in altri 
paesi, in cui già prima del 2005 i rischi costituivano un elemento importante della 
comunicazione aziendale disciplinato a livello normativo e da parte di 
associazioni professionali, in Italia l'interesse verso questa tematica era, dunque, 
piuttosto limitato. 
Le fasi successive del processo evolutivo della normativa nazionale in materia di 
risk disclosure, vanno di pari passo con il recepimento nel nostro Paese di due 
direttive comunitarie, che hanno introdotto, tra le altre, importanti modifiche 
all'art. 2428 del codice civile che disciplina il contenuto della relazione sulla 
gestione
81
. 
La seconda fase riguarda l'informativa prodotta a partire dal 2005. Per effetto del 
D. Lgs. 394/2003, che ha attuato la direttiva 65/2001/CE
82
, è stato introdotto 
nell'art. 2428 del c.c., il paragrafo 6-bis)
83
 con decorrenza dall'anno 2005, che 
                                                                                                                                                                          
l'evento rischioso presenta una certa probabilità di manifestarsi, è previsto l'obbligo di non effettuare 
nessun accantonamento, e di riportare in nota integrativa le informazioni utili per comprendere gli 
eventuali riflessi sulla dinamica reddituale e finanziaria della gestione. Infine il  CNDCEC ritiene che 
laddove la probabilità di accadimento di un evento, risulti bassa non si debba procedere né ad uno 
stanziamento al fondo rischi in bilancio, né alla divulgazione di informazioni in nota integrativa. 
81
 Ricordiamo che tutte le società di capitali sono tenute a predisporre la relazione sulla gestione in base a 
quanto disposto dall'art. 2428 c.c., indipendentemente dal fatto che redigano il bilancio in conformità alle 
norme civilistiche o ai principi contabili internazionali (IAS / IFRS). Solo le società che non emettono 
titoli negoziati in mercati regolamentati e redigono il bilancio in forma abbreviata ai sensi dell'art. 2435 
bis c.c. (società non quotate che non hanno superato per almeno due esercizi consecutivi due dei seguenti 
limiti: 1.totale attivo dello SP: 4.400.000 euro; 2. ricavi delle vendite e delle prestazioni; 8.800.000 euro; 
3. dipendenti occupati mediamente durante l'esercizio: 50 unità), sono esonerate dall'obbligo di redigere 
la relazione sulla gestione, qualora forniscano in Nota Integrativa le informazioni richieste dai numeri 3 e 
4 dell'art. 2428, ovvero rispettivamente: 
  il numero e il valore nominale sia delle azioni proprie sia delle azioni o quote di società 
controllanti possedute dalla società, anche per tramite di società fiduciaria o per interposta 
persona, con l'indicazione della parte di capitale corrispondente; 
  il numero e il valore nominale sia delle azioni proprie sia delle azioni o quote di società 
controllanti acquistate o alienate dalla società, nel corso dell'esercizio, anche per tramite di 
società fiduciaria o per interposta persona, con l'indicazione della corrispondente parte di 
capitale, dei corrispettivi e dei motivi degli acquisti e delle alienazioni 
82
 Direttiva che modifica le direttive CEE 78/660, 83/349 e 86/635, per quanto riguarda le regole di 
valutazione per i conti annuali e consolidati di taluni tipi di società, nonché di banche e di altre istituzioni 
finanziarie.  
83
 Tale paragrafo è stato aggiunto al comma 2 dell'art. 2428, il quale indica le informazioni che devono 
risultare in ogni caso dalla relazione sulla gestione. Il paragrafo 6-bis recita:"... in relazione all'uso da 
parte della società di strumenti finanziari e se rilevanti per la valutazione della situazione patrimoniale e 
finanziaria e del risultato economico dell'esercizio: 
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richiede alle società di fornire un'informativa in merito ai rischi finanziari ed alle 
politiche di fronteggiamento predisposte per la loro mitigazione. Questo 
intervento normativo deve essere letto congiuntamente con l'introduzione nel 
nostro Paese dei principi contabili internazionali (IAS/IFRS), ai quali infatti si 
deve fare riferimento per definire il contenuto dell'informativa prevista dal nuovo 
6-bis) dell'art. 2428. In particolare la categoria dei rischi finanziari comprende, in 
base a quanto previsto dagli IAS 32 e 39 e successivamente dall'IFRS 7, le 
seguenti tipologie: 
 rischio di credito - rischio che una delle parti di uno strumento finanziario 
causi una perdita finanziaria all'altra parte non adempiendo a 
un'obbligazione; 
 rischio di liquidità - rischio che l'azienda o una qualsiasi entità, abbia 
difficoltà ad adempiere alle obbligazioni associate ad una passività 
finanziaria; 
 rischio di mercato - il rischio che il fair value (valore equo) o i flussi 
finanziari futuri di uno strumento finanziario fluttuino in seguito a 
variazioni dei prezzi di mercato. Il rischio di mercato comprende tre tipi di 
rischio (a seconda della causa all’origine dell’oscillazione del valore 
equo): il rischio di valuta, il rischio di tasso d’interesse e altro rischio di 
prezzo.
84
 
In sostanza, alla luce di quanto previsto dall'art. 2428, gli amministratori laddove 
ritengano che l'informativa sui rischi finanziari risulti rilevante per una migliore 
                                                                                                                                                                          
a) gli obiettivi e le politiche della società in materia di gestione del rischio finanziario, compresa la 
politica di copertura per ciascuna principale categoria di operazioni previste; 
b) l'esposizione della società al rischio di prezzo, al rischio di credito, al rischio di liquidità e al 
rischio di variazione dei flussi finanziari. ..." 
84
 A seconda della causa all'origine dell'oscillazione del valore equo, dunque, il rischio di mercato può 
essere ulteriormente scisso in rischio di valuta o di cambio (rischio che il fair value o i flussi finanziari 
futuri di uno strumento finanziario, fluttuino in seguito a variazioni dei cambi), rischio di tasso d'interesse 
(rischio che il fair value o i flussi finanziari futuri di uno strumento finanziario, fluttuino in seguito a 
variazioni dei tassi di interesse sul mercato) e altro rischio di prezzo (rischio che il fair value o i flussi 
finanziari futuri di uno strumento finanziario, fluttuino in seguito a variazioni dei prezzi di mercato, 
diverse dalle variazioni determinate dal rischio di tasso d’interesse o dal rischio di valuta, sia che le 
variazioni siano determinate da fattori specifici al singolo strumento o al suo emittente, sia che esse siano 
dovute a fattori che influenzano tutti gli strumenti finanziari simili negoziati sul mercato). 
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comprensione della dinamica finanziaria, patrimoniale ed economica 
dell'azienda, dovranno fornire informazioni qualitative e quantitative su: 
 gli obiettivi e le politiche di gestione dei rischi di credito, di mercato e di 
liquidità, comprese le tecniche e gli strumenti adottati per identificare, 
valutare e fronteggiare tali tipologie di rischio; 
 l'ammontare dell'esposizione della società alle suddette tipologie di rischi. 
Tra l'altro l'informativa in questione, non ha carattere obbligatorio, dato che si 
rimette alla discrezionalità degli amministratori, la valutazione circa la 
significatività della risk disclosure, intesa come la capacità di tale informativa di 
fornire ai destinatari del bilancio, una rappresentazione più chiara e 
comprensibile della situazione economica, patrimoniale e finanziaria della 
società. 
Anche per quanto riguarda il termine strumenti finanziari
85
, si deve fare 
riferimento all'accezione proposta dai principi IAS/IFRS, secondo i quali 
rientrano in questa categoria, oltre agli strumenti derivati (future, opzioni, swap), 
anche le disponibilità liquide, i crediti e i debiti di regolamento e di 
finanziamento e gli strumenti rappresentativi del patrimonio netto 
(partecipazioni, obbligazioni, obbligazioni convertibili ecc.), che a seconda delle 
circostanze possono essere esposti ai rischi di credito, di mercato o di liquidità. In 
base a questa ampia accezione di strumenti finanziari, prevista dai principi 
internazionali e a cui si deve fare riferimento, sembrerebbero quindi molte le 
aziende tenute a fornire una specifica informativa sui rischi finanziari, pena un 
difetto di chiarezza del bilancio.  
Il dubbio sull'obbligatorietà o volontarietà di questa informativa, non si pone 
invece per le aziende che operano nel settore finanziario, per le quali specifiche 
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 Secondo lo IAS 32, strumento finanziario è “qualsiasi contratto che dia origine a una attività 
finanziaria per una entità e, di contro, a una passività finanziaria o ad uno strumento rappresentativo di 
capitale per un’altra entità”. 
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normative prevedono la divulgazione di informazioni specifiche sui rischi 
finanziari e sulle politiche di copertura
86
. 
La terza fase del cambiamento normativo si sviluppa a seguito dell'emanazione 
D.Lgs 32/2007, che dà attuazione alla direttiva 51/2003/CE. Il decreto ha 
modificato nuovamente il testo dell'art. 2428, prevedendo che la relazione sulla 
gestione debba fornire una "descrizione dei principali rischi ed incertezze a cui 
la società è esposta". In sostanza con quest'ultimo intervento normativo, si 
pongono le basi per un ampliamento dell'informativa sui fattori di rischio e sulle 
condizioni di incertezza che caratterizzano la gestione nel suo complesso, e che 
possono avere un effetto negativo sulla situazione patrimoniale, finanziarie e sui 
risultati economici prospettici. Dato che la normativa utilizza il termine 
"descrizione" si ritiene che l’illustrazione possa essere proposta in forma 
discorsiva. La qualificazione poi dei rischi ed incertezze come “principali” è da 
intendere nel senso che la relazione è tenuta a descrivere soltanto i rischi di 
particolare rilevanza. Al riguardo, la Circolare del CNDCEC del 14/01/2009, 
precisa che, in linea generale, devono essere inseriti e descritti solo i rischi che 
presentano un impatto rilevante sotto il profilo informativo ed un’alta probabilità 
di accadimento. 
Il sopra citato decreto introduce elementi di informativa che rafforzano il 
contenuto della Relazione sulla gestione, prevedendo che gli amministratori 
debbano fornire una combinazione di informazioni qualitative e quantitative, 
indicatori finanziari e, se del caso, non finanziari, informazioni attinenti 
all'ambiente e al personale. Il contenuto della Relazione sulla gestione assume 
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 In particolare nel caso degli intermediari bancari, che devono redigere il bilancio consolidato secondo i 
principi IAS/IFRS, la circolare 262 del 2005 della Banca d'Italia ha previsto che la parte E della Nota 
Integrativa, debba essere dedicata alla descrizione dei rischi e delle relative politiche di copertura. Data la 
delicatezza dell'attività di intermediazione che queste società svolgono, l'informativa sui rischi assume 
un'importanza fondamentale in questo settore. Per questo motivo le informazioni richieste dalla suddetta 
circolare riguardano vari aspetti: dagli obiettivi generali delle politiche di contenimento dei rischi 
finanziari ed operativi, alla descrizione delle tecniche utilizzate per misurare l'esposizione al rischio, 
dall'evidenziazione dell'ammontare di esposizione al rischio, all'illustrazione degli strumenti impiegati per 
contenere la perdita potenziale. Spetterà quindi ai redattori del bilancio stabilire la politica comunicativa 
sui rischi, stabilendo la collocazione di tale informativa nei documenti resi pubblici (nota integrativa, 
relazione sulla gestione ecc.), definendo la periodicità del reporting esterno sui rischi (annuale, 
infrannuale, ecc.) e scegliendo se limitarsi a divulgare solo quanto richiesto dalle norme o fornire anche 
altre informazioni su base volontaria. 
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dunque una connotazione internazionale, alla luce del fatto che le disposizioni 
introdotte dal D. Lgs. 32/2007, concordano in linea generale con le guidelines 
emanate a dicembre 2010 dallo IASB
87
 per la redazione del Management 
Commentary, poi confluite nell'IFRS Practice Statement MC
88
. 
In definitiva allo stato attuale, l'informativa sui rischi dovrebbe articolarsi su due 
livelli: 
 uno generale, richiamato nel primo comma dell'art. 2428, che comprende 
le varie categorie di eventi rischiosi a cui la società è esposta, nonché le 
situazioni di incertezza che caratterizzano la gestione nel suo complesso e 
nei vari settori in cui l'azienda opera; 
 uno particolare, previsto dal 6-bis) dell'art. 2428, che si riferisce soltanto 
alla categoria dei rischi finanziari, secondo le modalità sopra descritte. 
Con riferimento all'informativa sui rischi di carattere generale, secondo il 
CNDCEC, tale comunicazione deve essere resa soltanto dalle società di grandi 
dimensioni, mentre per quanto riguarda le aziende medio-piccole, si riconosce la 
facoltà di omettere la presentazione di tale informativa, laddove i redattori del 
bilancio ritengano che i conti d'ordine e la nota integrativa siano sufficienti ad 
illustrare adeguatamente i rischi relativi alla gestione nel suo complesso
89
. Per 
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 L' International Accounting Standards Board (IASB), è l’organismo responsabile dell’emanazione dei 
principi contabili internazionali. 
88
 Queste linee guida, anche se non vincolanti, si prefiggono di rappresentare un valido punto di 
riferimento per la redazione di una Relazione sulla gestione che possa considerarsi decision-useful per gli 
stakeholder, sempre senza dimenticare i limiti informativi del bilancio. Nell'ambito dell'IFRS Practice 
Statement MC, il Board precisa che le informazioni contenute nel Management Commentary, devono 
approfondire e integrare l'informativa di bilancio. "La Relazione sulla gestione nel reporting delle 
imprese" di Elisa Menicucci, Franco Angeli, 2012 Milano, pag. 34-36. 
89
 Questo orientamento del CNDCEC, si basa su quanto previsto dal secondo comma dell'art. 2428, in 
base al quale l'informativa contenuta nella relazione sulla gestione, deve essere coerente con l'entità e la 
complessità degli affari della società. Di seguito si riporta il testo del primo c del secondo comma dell'art 
2428: " Il bilancio deve essere corredato da una relazione degli amministratori contenente un'analisi 
fedele, equilibrata ed esauriente della situazione della società e dell'andamento e del risultano della 
gestione, nel suo complesso e nei vari settori in cui essa ha operato, anche attraverso imprese 
controllate, con particolare riguardo ai costi, ai ricavi e agli investimenti, nonché una descrizione dei 
principali rischi e incertezze sui la società è esposta. 
L'analisi di cui al comma 1 è coerente con l'entità e la complessità degli affari della società e contiene, 
nella misura necessaria alla comprensione della situazione della società e dell'andamento e del risultato 
della sua gestione, gli indicatori di risultato finanziari e, se del caso, quelli non finanziari pertinenti 
all'attività specifica della società, comprese le informazioni attinenti all'ambiente e al personale. 
L'analisi contiene, ove opportuno, riferimenti agli importi riportati nel bilancio e chiarimenti 
aggiuntivi."  
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discriminare tra aziende di grandi dimensioni e aziende medio-piccole, il 
CNDCEC propone di fare riferimento ai parametri quantitativi definiti dal 
legislatore comunitario. In base a questi parametri, per grande impresa si intende 
una società che alla data di chiusura del bilancio superi nel primo esercizio o, 
successivamente per due esercizi consecutivi, almeno due dei seguenti limiti: 
 Totale attivo dello stato patrimoniale: 43.000.000 Euro; 
 Ricavi delle vendite e delle prestazioni: 50.000.000 Euro; 
 Numero di dipendenti occupati in media durante l'esercizio: 250 unità. 
Questo orientamento del CNDCEC porta, dunque, ad escludere dall'obbligo di 
produrre un'informativa sui rischi una percentuale piuttosto elevata di aziende 
italiane, dato che la stragrande maggioranza è costituita da PMI, e per le quali, 
quindi, la risk disclosure rientrerebbe nell'ambito della comunicazione di tipo 
facoltativo. Altri aspetti rilevanti contenuti nei documenti del CNDCEC, in 
materia di risk disclosure, fanno riferimento a: 
 il significato da attribuire al termine rischio, identificato con gli eventi a 
cui associare una prospettiva di danno, interpretazione in linea con quella 
prevalente nella dottrina economico-aziendale italiana, che propende per 
una accezione negativa di rischio (possibilità di uno scostamento negativo 
tra andamenti reali e quelli ipotizzati); 
 l'orientamento per una selettività dell'informativa sui rischi, proponendo di 
divulgare solamente le informazioni sui fattori di rischio caratterizzati da 
elevata probabilità di accadimento e da un impatto rilevante; 
 la raccomandazione di fornire una descrizione anche delle azioni poste in 
essere per fronteggiare i rischi di cui si fornisce un'informativa. 
                                                                                                                                                                          
Tra l'altro, per quanto riguarda il contenuto della Relazione sulla gestione in materia di informativa sui 
rischi, la proposta del CNDEC, è quella di descrivere solamente i rischi specifici corsi dalla società, né 
quelli generici, né quelli di settore. Vengono inoltre proposti due criteri di classificazione dei rischi: rischi 
esterni ed interni; rischi inerenti e residui. In caso di adozione di strumenti finanziari, e questi siano 
rilevanti, è necessario fare riferimento alla classificazione proposta dal IFRS 7 (rischi di mercato, di 
credito e di liquidità). 
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Per concludere, in virtù dei cambiamenti normativi esaminati, facendo 
un'eccezione per le banche, possiamo affermare che la relazione sulla gestione 
sembra essere il documento destinato ad accogliere l'informativa sui rischi
90
. 
 
 
2.10 Monitoraggio 
L'insieme dei rischi e delle opportunità associati ad una certa attività aziendale, 
muta nel corso del tempo per effetto di cambiamenti intervenuti nello scenario 
ambientale o competitivo in cui l'azienda è inserita, o per effetto di eventi interni 
alla struttura aziendale (carattere dinamico del rischio, di cui abbiamo parlato nel 
primo capitolo). Per effetto di questi cambiamenti, anche il processo di gestione 
del rischio deve necessariamente mutare nel tempo, dato che le attività di 
gestione e le risposte al rischio che erano state formulate e che in passato 
risultavano efficaci, potrebbero rivelarsi, a seguito dei cambiamenti intervenuti, 
insufficienti, incoerenti o inapplicabili. Per queste ragioni, è necessario impostare 
un'attività di monitoraggio del processo di risk management, per aggiornare la 
mappa dei rischi e valutare se le azioni intraprese risultano ancora adeguate ed 
efficaci, e se esistono dei margini di miglioramento. Il management deve quindi 
continuamente verificare se l'ERM continua a funzionare efficacemente nel 
tempo. In altre parole, una volta che un'azienda si è dotata di un modello ERM 
per la gestione del rischio, tale modello deve essere monitorato, valutando la 
presenza e il funzionamento continuo nel tempo di tutte le componenti dell'ERM. 
Il monitoraggio è quindi un processo che si attiva una volta che il modello ERM 
è stato implementato, ed è finalizzato al suo aggiornamento, qualora ce ne fosse 
bisogno, in funzione dei cambiamenti interni ed esterni che sono intervenuti. Il 
monitoraggio richiede quindi un riesame di tutti gli elementi del modello ERM, 
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 Altre informazioni sui rischi potrebbero essere divulgate nel caso delle società quotate nella relazione 
sulla corporate governance, in quanto il codice di autodisciplina di Borsa Italiana richiede di descrivere 
gli elementi essenziali del sistema di controllo interno e di gestione dei rischi, e di esprimere un giudizio 
sul suo livello di adeguatezza. Il documento peraltro precisa che il SCI, costituisce una delle principali 
misure di fronteggiamento di cui le aziende si dotano per ridurre il loro livello di esposizione ai rischi che 
possono pregiudicare l'economicità della gestione. 
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in modo di poterne valutare l'adeguatezza e, laddove necessario, procede al loro 
adeguamento al nuovo contesto. L'ERM non è quindi un qualcosa di statico, e il 
monitoraggio è quell'attività che è finalizzata a garantirne l'aggiornamento, in 
modo che sia sempre in linea con le mutate esigenze. 
Per quanto riguarda le modalità con le quali il monitoraggio può essere 
effettuato, il framework dell'ERM, in linea con quanto stabilito nel CoSO report, 
distingue tra attività di monitoraggio continuo e valutazioni periodiche (dette 
anche valutazioni separate), o eventualmente una combinazione dei due metodi. 
Generalmente, quanto maggiore è l'estensione e l'efficacia del monitoraggio 
continuo, tanto minore è la necessità di valutazioni separate, ed è il management 
a dover giudicare la frequenza delle valutazioni separate necessarie, per fornire 
una ragionevole sicurezza sull'efficacia dell'ERM. Normalmente la combinazione 
dei due metodi assicura che l'ERM mantenga nel tempo la sua efficacia. Il 
monitoraggio continuo è una forma di auditing integrata nelle normali attività 
operative dell'azienda, ed è svolto in tempo reale, consentendo di reagire 
prontamente ai cambiamenti delle condizioni. Per questo motivo esso è più 
efficace del monitoraggio svolto mediante valutazioni separate; queste ultime, 
infatti, sono effettuate a posteriori, per cui le eventuali carenze vengono spesso 
identificate più rapidamente attraverso il monitoraggio continuo. Tuttavia, anche 
aziende che svolgono efficaci attività di monitoraggio continuo, periodicamente 
effettuano anche valutazioni separate del loro processo di gestione del rischio. 
Laddove invece un'azienda avverta il bisogno di frequenti valutazioni separate, è 
opportuno che migliori le sue attività di monitoraggio continuo.   
 
Monitoraggio continuo 
Molte attività svolte in un'azienda nel corso delle normali attività operative, 
servono per monitorare l'efficacia delle componenti dell'ERM. Le attività di 
monitoraggio continuo sono svolte, generalmente, dai responsabili di linea o dai 
responsabili di attività di supporto, quindi dal management che, anche con 
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l'ausilio del personale, individua problemi ed anomalie che esamina per stabilire 
se è necessario attivare provvedimenti correttivi o altri interventi. Vediamo 
alcuni esempi di monitoraggio continuo: 
 i manager, esaminando i report gestionali, possono individuare inesattezze 
o anomalie. Ad esempio, i manager addetti alle vendite, agli acquisti e alla 
produzione, a livello di divisione, di controllata o di azienda, essendo a 
contatto con le attività operative, possono mettere in dubbio e contestare i 
report che divergono significativamente dalle loro conoscenze 
(informazioni ottenute nel corso dello svolgimento quotidiano della loro 
attività); 
 le comunicazioni con terzi esterni possono convalidare le informazioni di 
origine interna o favorire l'individuazione di problemi. I clienti pagando le 
loro fatture, confermano implicitamente la correttezza dei dati fatturati, 
viceversa eventuali contestazioni delle fatture di vendita da parte dei 
clienti, possono far emergere disfunzioni nel sistema di fatturazione. A 
questo esempio si potrebbe aggiungere quello di reclami dei fornitori 
relativi a comportamenti illeciti da parte del personale addetto agli 
acquisti, o altre segnalazioni dei fornitori in generale, che possono essere 
utilizzati come strumenti di monitoraggio; 
 le autorità di vigilanza possono segnalare al management problematiche 
che riguardano il rispetto delle leggi e dei regolamenti e altri fatti che 
incidono sul funzionamento del processo di gestione del rischio; 
 gli internal auditor, i revisori esterni e i consulenti forniscono 
raccomandazioni sul modo in cui i processi di gestione del rischio possono 
essere migliorati. In particolare i revisori focalizzano la loro attenzione sui 
rischi chiave, sulle relative risposte e sulla programmazione delle attività 
di controllo. Qualora individuino eventuali carenze, possono suggerire al 
management interventi correttivi alternativi, spesso accompagnati da 
un'analisi costi/benefici, utile per selezionare l'alternativa più vantaggiosa; 
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 seminari di formazione, riunioni ed altri incontri con il personale o con 
esperti, sono fonti per il management di importanti informazioni 
sull'efficacia dei processi di gestione del rischio. Questi incontri, tra l'altro, 
consentono non solo di evidenziare eventuali problemi e disfunzioni nel 
processo di risk management, ma anche di rilevare il livello di sensibilità 
dei partecipanti verso queste tematiche. 
 
Valutazioni periodiche/separate 
Anche se le procedure di monitoraggio continuo forniscono importanti 
informazioni sull'efficacia dell'ERM, può risultare utile adottare, con cadenza 
periodica, un altro metodo appositamente dedicato a valutare l'efficacia del 
processo di gestione del rischio, in modo separato dal normale svolgimento 
dell'attività aziendale. Queste valutazioni, peraltro, costituiscono anche 
l'occasione per determinare se le procedure di monitoraggio continuo 
mantengono nel tempo la loro efficacia, o se devono essere riviste. Le valutazioni 
separate dell'ERM sono svolte normalmente con cadenza periodica, e in certi casi 
possono essere indotte da cambiamenti avvenuti nella strategia, nei processi 
chiave o nella struttura aziendale. La portata e la frequenza delle valutazioni 
periodiche dipende principalmente dalla significatività dei rischi, dall'importanza 
delle risposte al rischio e dei controlli conseguenti, e,ovviamente, dall'efficacia 
delle procedure di monitoraggio continuo (è quindi opportuno che le due forme 
di monitoraggio siano collegate tra di loro). Le valutazioni separate possono 
consistere in interventi di ampia portata, che abbracciano l'intera azienda e tutti i 
componenti dell'ERM, oppure in interventi limitati a specifiche unità operative, 
processi o dipartimenti. La valutazione integrale dell'ERM è svolta, 
generalmente, con minore frequenza rispetto alla valutazione di parti specifiche 
dello stesso, e può essere giustificata da variazioni nella strategia, nuovo 
management, acquisizioni o cessioni di rilievo, cambiamenti nel quadro politico 
o economico. 
139 
 
Una particolare tecnica di valutazione periodica è costituita dal CRSA (Control 
Risk Self Assessment), che consiste in una autovalutazione mediante la quale le 
persone responsabili di una particolare unità o funzione, ovvero il management, 
determinano l'efficacia dell'ERM nell'ambito della propria attività (ad esempio il 
responsabile di una divisione conduce la valutazione del suo processo di gestione 
del rischio). In sostanza il management, con l'ausilio di altro personale, procede 
all'identificazione e valutazione dei rischi che caratterizzano la propria area di 
responsabilità, e dei controlli ad essi associati, in modo da valutare l'adeguatezza 
del processo di risk management, e definire piani d'azione necessari per 
l'adeguamento dello stesso e per il conseguimento degli obiettivi aziendali
91
. Alla 
fine il senior management esamina le valutazioni effettuate dalla singola 
divisione, unità o funzione unitamente alle valutazioni svolte dalle altre. Se 
applicato periodicamente il CRSA permette quindi di mantenere aggiornato il 
sistema di risk management. 
Queste valutazioni possono essere effettuate anche dalla funzione di internal 
audit. Gli internal auditor normalmente svolgono le valutazioni come parte 
integrante della loro attività o su specifica richiesta da parte del senior 
management, del consiglio di amministrazione, di una controllata o di un 
manager divisionale o funzionale. La funzione di internal audit può quindi 
effettuare la valutazione dei rischi e delle attività di controllo relative a un'unità 
operativa, a un processo o a una funzione; tale funzione, infatti, avendo 
normalmente una buona conoscenza dell'azienda, è in grado di determinare come 
le nuove iniziative e circostanze potrebbero influire sull'applicazione dell'ERM. 
Queste valutazioni forniscono una rappresentazione obiettiva di alcuni o di tutti 
gli elementi dell'ERM
92
. Nel corso del suo intervento il revisore, ripercorrendo le 
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 Tipicamente i manager di linea si focalizzano sugli obiettivi operativi e di conformità, mentre i 
responsabili amministrativi di divisione si focalizzano sugli obiettivi di reporting. Le attività di gestione 
del rischio vengono anche valutate in relazione alle scelte strategiche e agli obiettivi generali, definiti 
dall'alta direzione, e viene esaminata anche la componente ambiente interno. 
92
 In presenza di CRSA, gli internal auditor possono utilizzare i risultati di tale autovalutazione da parte 
del management, nel corso degli interventi di audit, al fine di ridurre il tempo impiegato nello 
svolgimento delle verifiche ed individuare le priorità di intervento nel corso dei vari incarichi. 
Analogamente il management potrebbe utilizzare il lavoro di specialisti o revisori esterni, per valutare 
l'efficacia dell'ERM. 
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fasi del processo di risk management di cui abbiamo parlato, valuta la qualità del 
sistema di gestione del rischio per proporre eventuali miglioramenti. Mettendo in 
relazione il rischio lordo con il sistema di controllo, l'auditor potrà verificare il 
livello di adeguatezza ed efficacia dello stesso, ma anche il suo grado di 
efficienza, sulla base di un'analisi costi/benefici fondata sul confronto tra il costo 
sostenuto dall'azienda per le misure di fronteggiamento e di controllo, e i 
vantaggi ottenuti in termini di riduzione della perdita attesa. Il revisore potrebbe 
anche individuare delle aree aziendali in cui il sistema di controllo è 
sovradimensionato rispetto al grado di rischio, e anche in questi casi potrà 
individuare delle azioni da intraprendere per eliminare le situazioni di 
inefficienza. 
Uno strumento sempre più impiegato nella pratica professionale è la matrice 
rischi/controlli, strumento utilizzato dal revisore per verificare l'adeguatezza del 
sistema di controllo interno costituito dall'azienda a presidio dei fattori di rischio 
riscontrati. La matrice si compone di quattro parti: 
1. intestazione - in quest'area si riportano il codice della carta di lavoro, il 
processo o funzione esaminata, la data dell'intervento e il nome del 
revisore. 
2. area dei rischi - in quest'area si indicano i rischi potenziali che 
caratterizzano il processo o la funzione esaminata, e per ciascuno di essi si 
indica il livello di significatività o valore del rischio
93
. 
3. area dei controlli - in quest'area il revisore riporta i controlli che risultano 
dal manuale delle procedure o dalle interviste con i responsabili delle 
varie aree. L'efficacia dei controlli presenti in azienda dipende da due 
fattori: l'efficacia potenziale di un'attività di controllo, ovvero la sua 
capacità di prevenire o neutralizzare il rischio per cui è stata concepita, e 
la misura in cui il controllo viene concretamente applicato. In prima 
battuta il revisore valuta l'efficacia potenziale del controllo, assegnando un 
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 In questa fase il revisore potrebbe confrontare la sua valutazione del fattore di rischio, con quella 
emersa nella matrice di significatività, dove sono riportate le valutazioni dei soggetti coinvolti nel 
processo di risk management, e qualora vi fossero delle discordanze potrà discuterne con il management. 
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punteggio nella riga denominata "validità". Nella riga successiva il 
revisore riporta il risultato del test di conformità
94
, svolto per stabilire se il 
controllo esiste ed è propriamente applicato. Dalla combinazione di questi 
due fattori, si ottiene la misura dell'efficacia del controllo. 
4. rischio residuale e suggerimenti - in quest'area si riporta un giudizio di 
sintesi sull'adeguatezza del sistema di controllo, in relazione al livello di 
rischio residuale che emerge dalla matrice. Quest'ultimo sarà dato dalla 
differenza tra il rischio inerente e l'efficacia dei controlli presenti in 
azienda a presidio del rischio. In questa sezione il revisore potrà anche 
fornire dei suggerimenti al management per la predisposizione di un 
eventuale piano d'azione da attuare per rimuovere le criticità riscontrate. 
Indipendentemente dal soggetto o dai soggetti adibiti ad effettuare la valutazione 
del sistema di gestione del rischio, è fondamentale che il processo valutativo sia 
ben strutturato e disciplinato, in modo da svolgere una valutazione efficace. Chi 
valuta deve rilevare come il sistema funziona effettivamente: le procedure 
progettate per operare in un certo modo potrebbero essere state modificate, 
oppure non essere più svolte; altre volte sono stabilite nuove procedure che non 
sono note al personale incaricato di descrivere i processi e non che sono incluse 
nella documentazione disponibile. Il reale funzionamento, può essere appreso 
solo discutendo con il personale che opera nel processo di gestione del rischio o 
esaminando i documenti sulla performance del processo stesso (meglio se si 
abbinano i due metodi). Il fine ultimo di queste valutazioni è accertare l'efficacia 
del processo di gestione del rischio, che si sostanzia nella sua capacità di fornire 
una ragionevole sicurezza circa il conseguimento degli obiettivi stabiliti. 
Per valutare e documentare aspetti specifici dell'ERM è disponibile un'ampia 
varietà di strumenti e metodologie ben strutturate, come check-list, questionari, 
diagrammi di flusso, matrice dei rischi e dei controlli, benchmark
95
 utilizzando 
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 I test di conformità possono consistere in: analisi documentali, che possono essere svolte sull'intera 
popolazione o, più frequentemente, su base campionaria; osservazione diretta da parte del revisore; 
reperformance ecc. 
95
 Come parte della loro metodologia di valutazione, alcune aziende confrontano il loro processo di 
gestione del rischio con quello di altre aziende. Un'azienda, per esempio, può misurare la bontà del suo 
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informazioni interne, di settore o di aziende similari,workshop per 
autovalutazioni dei rischi e dei controlli ecc. Si potranno quindi adottare diversi 
approcci o tecniche di valutazione, e la scelta dipenderà dalle circostanze in cui 
opera la società e dalla natura e portata della valutazione che si desidera eseguire. 
In particolare, i fattori da considerare quando si selezionano gli strumenti e le 
metodologie di valutazione sono: la facilità del loro utilizzo da parte del 
personale incaricato, la loro pertinenza con i fini da perseguire e la loro 
appropriatezza con la natura e la frequenza prevista per la valutazione (ad 
esempio, se lo scopo della valutazione si limita ad accertare la presenza di 
specifiche attività di controllo, in tal caso si potrebbe adottare un questionario 
predefinito). 
La documentazione dell'ERM varia a seconda della dimensione dell'azienda e 
della complessità della gestione. Le grandi organizzazioni generalmente 
dispongono di una corposa documentazione, tra cui manuali delle politiche 
gestionali, organigrammi formali, mansionari, istruzioni operative e così via, 
mentre le piccole aziende, normalmente dispongono di minore documentazione, 
per cui molti aspetti del loro processo di gestione del rischio sono informali e non 
documentati, anche se sono eseguiti regolarmente e sono efficaci. Il fatto che 
alcuni elementi del processo di gestione del rischio non siano documentati, non 
significa necessariamente che tale processo non sia efficace, o che non possa 
essere valutato. Ovviamente un adeguato livello di documentazione consente, di 
norma, una valutazione più efficace ed efficiente. Per valutare l'ERM viene 
normalmente esaminata la documentazione già disponibile, oppure se ne può 
elaborare di nuova, per supportare il team di lavoro. La documentazione che 
viene generalmente richiesta per la valutazione può riguardare l'organigramma, la 
descrizione dei ruoli chiave, poteri e responsabilità, il manuale delle politiche, le 
procedure operative, flow-chart dei processi, i controlli rilevanti e le 
responsabilità correlate, i rischi chiave identificati, le misure dei rischi.  
                                                                                                                                                                          
processo confrontandolo con quello di aziende che godono di buona reputazione per disporre di un 
efficace processo di gestione del rischio. Tuttavia quando si valuta l'ERM confrontandolo con quello di 
altre aziende similari, è necessaria una certa cautela, dato che quando si svolgono questi confronti, è 
necessario considerare che esistono sempre delle differenze negli obiettivi, nei fatti e nelle circostanze. 
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A sua volta il gruppo di lavoro incaricato della valutazione elabora altra 
documentazione, tra cui le carte di lavoro dei controlli e delle analisi svolte nel 
corso della valutazione. In particolare, nel caso in cui il management intenda 
predisporre un documento pubblico attestante l'efficacia del processo di gestione 
del rischio, è fondamentale che sia elaborata e archiviata tutta la documentazione 
a supporto delle valutazioni effettuate, in quanto potrà rivelarsi utile in caso di 
contestazioni
96
. 
Tutte le carenze
97
 dell'ERM, emerse nel corso dell'attività di monitoraggio 
(attività di monitoraggio continuo, valutazioni separate o combinazione dei due 
metodi), o eventualmente segnalate da soggetti esterni
98
, in grado di incidere 
sulla capacità dell'azienda di conseguire gli obiettivi e realizzare la propria 
strategia, dovranno essere segnalate tramite relazioni a coloro che sono in grado 
di prendere i provvedimenti necessari. Inoltre è fondamentale non solo segnalare 
una particolare problematica o anomalia, ma anche formulare proposte di 
modifiche e azioni correttive per porre rimedio alle carenze emerse, e prevedere 
interventi di follow-up
99
. Possiamo quindi affermare che nessun problema è così 
insignificante da non richiedere un'analisi delle sue possibili implicazioni. Ad 
esempio, il fatto che un dipendente si appropri di pochi euro dal fondo di cassa 
per uso personale, non costituisce un evento significativo in rapporto 
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 Il gruppo di lavoro nel predisporre la propria documentazione sulla valutazione effettuata, deve tener 
conto degli obiettivi che tale documentazione deve conseguire: fornire un resoconto della valutazione e 
dei test effettuati, comunicare i risultati della valutazione svolta (compresi fatti emersi, conclusioni e 
raccomandazioni per il management), agevolare le valutazioni che saranno svolte nei periodi successivi, 
identificare e riportare le problematiche più rilevanti e integrare la documentazione disponibile dell'ERM, 
qualora risulti carente. 
97
 La carenza è una condizione all'interno dell'ERM che può rappresentare una deficienza o inadeguatezza 
percepita, potenziale o reale, o un'opportunità per rafforzare il processo di gestione del rischio, 
accrescendo così la probabilità che gli obiettivi aziendali siano conseguiti. 
98
 Una delle principali fonti d'informazione sulle carenze del processo di gestione del rischio è il processo 
stesso. L'attività di monitoraggio continuo e la supervisione giornaliera del personale, consentono di 
ottenere informazioni direttamente dai soggetti coinvolti quotidianamente nelle attività aziendali. Queste 
informazioni sono ottenute in tempo reale e possono consentire una rapida identificazione di eventuali 
carenze dell'ERM. Le valutazioni separate, svolte dal management (CRSA), dagli internal auditor, da 
revisori o specialisti esterni, costituiscono anch'esse una fonte informativa sulle problematiche inerenti 
questo processo. Inoltre anche i terzi, come clienti, fornitori, autorità di vigilanza e revisori esterni che 
intrattengono rapporti con l'azienda, spesso forniscono importanti informazioni sul funzionamento del 
processo di gestione del rischio. 
99
 Il termine follow-up, proveniente dalla lingua inglese, indica una serie di controlli periodici 
programmati a seguito di un'azione o intervento. 
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all'ammontare delle giacenze di cassa. Tuttavia non sanzionare tale 
comportamento, può costituire un messaggio negativo per tutto il personale. 
Oltre a segnalare le problematiche emerse, è opportuno comunicare anche 
eventuali opportunità identificate per accrescere l'efficacia dell'ERM, e quindi 
aumentare la probabilità che gli obiettivi aziendali siano conseguiti.  
Le informazioni prodotte dal personale nel corso del normale svolgimento delle 
attività operative, sono generalmente riportate tramite i normali canali ai loro 
diretti supervisori. Inoltre devono essere attivati dei canali di comunicazione 
alternativi per segnalare informazioni delicate come atti illeciti o non regolari. E' 
opportuno che le carenza rilevate nell'ERM, siano segnalate non solo al 
responsabile della funzione o dell'attività coinvolta, ma anche al suo diretto 
superiore gerarchico. Questo modo di operare, infatti, dovrebbe garantire 
maggiori garanzie che i necessari interventi correttivi siano effettivamente e 
prontamente attivati. Le carenze più gravi dovranno essere segnalate anche ai 
massimi vertici aziendali e al consiglio di amministrazione, per assicurare che 
siano attivati provvedimenti appropriati. 
Fornire le necessarie informazioni sulle carenze dell'ERM ai soggetti giusti 
rappresenta quindi un aspetto cruciale. A tal proposito devono essere stabiliti dei 
protocolli per identificare le informazioni necessarie a un particolare livello della 
struttura organizzativa e con quale livello di dettaglio. I manager devono essere 
informati sulle disfunzioni riguardanti le loro unità, in modo da poter agire sul 
comportamento del personale sotto la loro responsabilità e realizzare gli obiettivi 
che gli sono stati assegnati, con un livello di dettaglio normalmente crescente 
mano a mano che si scende verso il basso della struttura. Talvolta i soggetti a cui 
devono essere comunicate le carenze, possono emettere specifiche direttive sulle 
informazioni da segnalare. Ad esempio il Cda può chiedere al management o agli 
internal auditor e revisori esterni, di comunicare solo le problematiche che 
superano una specifica soglia di gravità o importanza
100
. 
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 Vediamo alcuni esempi di linee guida per il reporting sulle carenze dell'ERM: le carenze devono 
essere segnalate alle persone direttamente responsabili per il conseguimento degli obiettivi interessati 
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2.11 Ruoli e responsabilità 
Ogni persona che opera in un'organizzazione ha qualche responsabilità riguardo 
l'ERM. Il Cda svolge un importante ruolo di supervisione del processo di risk 
management e contribuisce alla determinazione del livello di rischio accettabile 
(risk appetite), il CEO ne ha la responsabilità ultima e ne assume la paternità, il 
management promuove la filosofia di gestione del rischio e gestisce i rischi nella 
sua sfera di responsabilità in coerenza con la tolleranza al rischio, mentre altre 
persone svolgono compiti puramente esecutivi in conformità alle direttive e ai 
protocolli stabiliti. Anche numerosi soggetti esterni, come clienti, fornitori, 
revisori esterni, analisti finanziari e autorità di vigilanza, spesso forniscono 
informazioni utili per il buon funzionamento del processo di gestione del rischio, 
contribuendo alla sua efficacia. Tuttavia questi soggetti non fanno parte del 
processo stesso, e quindi non rispondono della sua efficacia. 
Per quanto riguarda il personale interno all'azienda potremmo affermare che, il 
consiglio di amministrazione, il management, il risk officer, gli internal auditor e 
qualunque persona che opera nell'organizzazione, contribuiscono a rendere 
efficace il processo ERM. 
Il consiglio di amministrazione  ha un ruolo di monitoraggio, guida e direzione 
nei confronti del management, che risponde del suo operato a quest'organo. Il 
consiglio esercita i suoi poteri di supervisione sull'ERM nei seguenti modi: 
 acquisendo conoscenza della misura in cui il management ha attivato un 
efficace processo di gestione del rischio aziendale; 
 conoscendo e condividendo il rischio accettabile stabilito dall'azienda; 
                                                                                                                                                                          
dalla carenza rilevata; le carenze devono essere segnalate sia alla persona direttamente responsabile delle 
attività, che al suo diretto superiore; devono esistere canali di reporting alternativi per segnalare 
informazioni sensibili, come furti, frodi o altri fatti illeciti; determinati tipi di carenze devono essere 
segnalate anche al senior management e al Cda. Inoltre potrebbero essere stabiliti dei criteri in base ai 
quali segnalare le carenze al senior management e al consiglio di amministrazione. Una società, per 
esempio, potrebbe stabilire che le carenze dovranno essere segnalate a questi soggetti, qualora ne 
potrebbero derivare rischi la cui probabilità di accadimento non sia insignificativa e l'impatto sia tale da 
provocare: un effetto negativo sulla sicurezza del personale o di altri; atti illegittimi o irregolari; perdite 
significative di attività; effetti negativi sulla reputazione dell'azienda; report destinati all'esterno errati.  
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 esaminando il rischio effettivo a livello aziendale e confrontandolo con il 
rischio accettabile; 
 ricevendo informazioni sui rischi più significativi e sull'adeguatezza delle 
risposte al rischio definite dal management. 
Il consiglio fa parte dell'ambiente interno e deve essere composto in modo tale da 
assicurare la necessaria attenzione nel rendere l'ERM efficace. A tal fine è 
importante che gli amministratori abbiano una conoscenza pratica dell'attività e 
dell'ambiente aziendale, e dispongano di ampi e liberi canali di comunicazione 
con gli internal auditor, i revisori esterni e i consulenti legali. 
 
Il management è direttamente responsabile di tutte le attività di un'azienda, 
compreso l'ERM, anche se, ovviamente, ai diversi livelli manageriali 
corrispondono diverse responsabilità in ordine alla gestione del rischio. La scala 
gerarchica si ferma al CEO (Chief Executive Officer), il quale ha la 
responsabilità e la titolarità ultima dell'ERM. Uno degli aspetti più importanti di 
tale responsabilità è quello di assicurare l'esistenza di un ambiente interno sano e 
positivo, dato che più di ogni altro soggetto o funzione in azienda, il CEO 
permea il carattere e l'identità dell'organizzazione, influenzando gli elementi 
dell'ambiente interno e le altre componenti dell'ERM
101
. Tra le responsabilità del 
CEO vi è quella di vigilare che tutti i componenti dell'ERM operino 
correttamente, a cui provvede in due modi: 
 assicurando guida e direzione al senior management. Il CEO, con la 
collaborazione del senior management, stabilisce i valori, i principi e le 
politiche gestionali di base del processo ERM, definisce gli obiettivi 
strategici e la strategia, la filosofia di gestione del rischio, il rischio 
accettabile e la cultura aziendale; 
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 E' interessante osservare che sempre più spesso, i candidati al consiglio di amministrazione, prima di 
accettare la nomina, si assicurano che i comportamenti del top management, CEO in primis, siano 
conformi all'etica e che i processi ERM siano sostenuti da valori etici che ne favoriscano l'efficacia. 
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 incontrando periodicamente i senior manager responsabili delle maggiori 
aree funzionali (vendite, marketing, produzione, acquisti, finanza, risorse 
umane ecc.) per esaminare la loro attività, comprese le modalità con cui 
gestiscono il rischio. In questo modo il CEO viene a conoscenza del 
rischio inerente alle operazioni svolte, delle risposte al rischio, dei 
miglioramenti necessari e dello stato di avanzamento dei progetti in corso. 
Acquisendo queste conoscenze, il CEO è in grado di monitorare le attività e i 
rischi e qualora si verificassero disallineamenti potenziali rispetto al rischio 
accettabile, dovrà attivare gli interventi necessari per ricondurre i rischi al livello 
accettabile, o discutere con il Cda per definire ulteriori interventi o modificare il 
livello di risk appetite dell'azienda. 
I senior manager delle unità operative sono responsabili della gestione dei rischi 
relativi agli obiettivi delle loro unità. Essi guidano quindi l'attivazione dei 
componenti dell'ERM, nei limiti delle loro responsabilità, assicurando che quanto 
realizzato sia in linea con la tolleranza al rischio. In sostanza vi è un 
trasferimento delle responsabilità a cascata verso il basso, e ciascun manager è 
come se fosse un CEO nella sua sfera di responsabilità
102
. I senior manager 
generalmente assegnano responsabilità su procedure specifiche dell'ERM ai 
manager (che operano in specifici processi o funzioni), i quali, 
conseguentemente, giocano un ruolo più diretto nell'attivare specifiche procedure 
come le tecniche per identificare gli eventi, per la valutazione dei rischi e per 
definire le risposte al rischio. Essi inoltre esprimono raccomandazioni sulle 
attività di controllo, ne monitorano l'applicazione e riferiscono sul loro 
funzionamento ai senior manager. Ai fini di un'efficace ERM, è quindi 
fondamentale che i manager di linea si assumano la responsabilità della gestione 
del rischio nelle loro rispettive aree e rendano conto delle loro azioni. 
Anche le funzioni di staff, come l'ufficio personale, compliance o legale, 
esercitano un importante ruolo di supporto nei confronti dell'ERM. L'ufficio 
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 In sostanza ogni manager è responsabile verso i diretti superiori per la parte dell'ERM di sua 
competenza, così come il CEO lo è verso il consiglio di amministrazione. 
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personale, ad esempio, può stabilire dei programmi di formazione sul codice di 
condotta o in materia di risk management, l'ufficio legale fornisce informazioni 
ai manager su nuove leggi e regolamenti, mentre chi si occupa di compliance può 
fornire pareri sulla conformità delle operazioni o dei protocolli pianificati, ai 
requisiti di legge ed etici. 
 
Alcune società istituiscono una figura centrale di coordinamento per facilitare le 
attività concernenti l'ERM. Il risk officer, talvolta indicato con il termine "chief 
risk officer" o "risk manager", collabora con gli altri manager per attivare un 
efficace processo di gestione del rischio. Il risk officer è nominato dal CEO e 
deve disporre delle risorse necessarie per supportare i manager a realizzare 
l'ERM in azienda, ed eventualmente nelle società controllate. E' quindi 
responsabile del monitoraggio del progetto di implementazione dell'ERM, e può 
anche operare come canale di reporting supplementare
103
. Le responsabilità del 
risk officer riguardano: 
 stabilire le politiche dell'ERM, inclusa la definizione dei ruoli e delle 
responsabilità; 
 definire i poteri e le responsabilità delle unità operative nell'ambito 
dell'ERM; 
 assistere e supportare il management nell'allineare le risposte al rischio 
con la tolleranza al rischio dell'azienda; 
 definire una terminologia dell'ERM, che includa criteri comuni di 
misurazione dell'impatto e della probabilità e categorie comuni di rischio; 
 riferire al CEO sui progressi e sugli ostacoli incontrati, fornendo 
raccomandazioni sugli interventi necessari. 
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 Alcune società assegnano questo ruolo a senior manager come il responsabile dell'internal audit; altre 
società, invece, considerando l'importanza e la portata di tale funzione, preferiscono identificare e 
assegnare risorse specifiche. 
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Anche gli internal auditor svolgono un ruolo importante ai fini dell'efficacia 
dell'ERM, suggerendo al management possibili miglioramenti. Gli standard 
fissati dall'Institute of Internal Auditors, precisano che la portata degli interventi 
di internal auditing, deve comprendere la gestione del rischio e i sistemi di 
controllo. Nell'ambito di tali interventi gli auditor valutano l'affidabilità del 
reporting, la conformità dell'attività aziendale alle leggi e ai regolamenti e 
l'efficacia ed efficienza delle operazioni. Adempiendo alle loro responsabilità, 
quindi, gli internal auditor supportano gli altri attori e forniscono indicazioni su 
possibili miglioramenti da apportare per garantire l'efficacia e l'efficienza 
dell'ERM
104
. 
 
In generale possiamo quindi affermare che tutto il personale che opera in 
un'azienda è responsabile dell'ERM e pertanto questa responsabilità dovrebbe 
essere indicata in modo esplicito o implicito nella descrizione delle mansioni di 
ciascun dipendente. Potenzialmente tutto il personale gioca un ruolo 
nell'attuazione dell'ERM, dato che tutti possono produrre informazioni utili per 
identificare o valutare i rischi, oppure prendere iniziative a supporto dell'ERM. 
Ovviamente la cura e l'attenzione con cui queste attività sono svolte, incide 
direttamente sull'efficacia dell'ERM stesso. Il personale è poi responsabile del 
flusso di informazioni e comunicazioni, verso i livelli più alti della struttura, 
riguardanti qualsiasi problema relativo all'operatività aziendale, alle violazioni 
del codice di condotta o ad atti illeciti. L'efficacia dell'ERM si basa, tra le altre 
cose, sulla disponibilità del personale a denunciare fatti irregolari e anomali, e a 
tal proposito devono esistere canali di comunicazione, diversi da quelli ufficiali, 
che consentano la segnalazione di questi fatti. 
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 Gli internal auditor devono essere obiettivi nello svolgimento della loro attività e questa obiettività 
dovrebbe risultare dalla loro collocazione nella struttura organizzativa, dai poteri di cui sono investiti e 
dall'assegnazione di appropriate risorse all'attività di internal audit. 
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Oltre ai soggetti interni, più soggetti esterni possono contribuire al 
conseguimento degli obiettivi aziendali o fornire all'azienda informazioni utili 
per la gestione dei rischi. 
I revisori esterni generalmente si occupano della revisione del bilancio, mediante 
la quale il revisore esprime un parere sull'attendibilità del bilancio stesso, ovvero 
un giudizio sulla sua redazione in conformità ai principi contabili di generale 
accettazione. In questo modo i revisori esterni contribuiscono al raggiungimento 
degli obiettivi di reporting finanziario esterno dell'azienda. Nonostante la 
revisione del bilancio di per sé, non comporta la valutazione dell'ERM e il 
giudizio espresso non riguarda la gestione del rischio, il revisore nel condurre 
tale attività, può fornire informazioni utili al management per esercitare le 
proprie responsabilità in materia di gestione del rischio. Queste informazioni 
possono riguardare la segnalazione di rilievi e raccomandazioni che richiedono 
interventi correttivi per favorire il conseguimento degli obiettivi aziendali, ma 
anche la segnalazione di rilievi, emersi nel corso dell'attività di revisione, 
concernenti l'ERM e i controlli interni, e suggerimenti per il loro 
miglioramento
105
. 
 
Il legislatore e le autorità di vigilanza esercitano un'influenza sull'ERM di molte 
organizzazioni sia obbligandole a mettere a punto meccanismi di gestione del 
rischio, sia svolgendo controlli diretti su alcune di esse
106
. In sostanza vi è una 
duplice influenza sull'ERM da parte di questi soggetti: da un lato stabiliscono 
regole che spingono il management ad assicurarsi che la gestione del rischio e il 
controllo interno siano conformi alle norme minime stabilite dalle leggi e dai 
regolamenti; dall'altro lato, a seguito di verifiche e controlli diretti svolti su una 
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 Queste informazioni si riferiscono non solo al reporting, ma anche alle attività strategiche, operative e 
di conformità e possono contribuire al conseguimento degli obiettivi aziendali in ognuna di queste aree. 
Le informazioni sono indirizzate al management e, in funzione della loro significatività, al consiglio di 
amministrazione. 
106
 Diverse autorità di vigilanza procedono a controlli diretti sulle aziende di cui hanno la responsabilità di 
controllo e supervisione. Ad esempio, il servizio di vigilanza delle banche centrali svolge verifiche sugli 
istituti di credito e spesso si focalizza sulla gestione del rischio e sui sistemi di controllo interno delle 
banche. Queste autorità, tra l'altro, emettono raccomandazioni e frequentemente obbligano i soggetti 
vigilati a realizzarle. 
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certa azienda, forniscono informazioni utili all'azienda stessa per implementare 
l'ERM ed emettono raccomandazioni e, talvolta, delle direttive per migliorare la 
gestione del rischio. 
I clienti, i fornitori, i soci in affari e altri soggetti che intrattengono rapporti 
commerciali con l'azienda, costituiscono un'importante fonte di informazioni da 
utilizzare nelle attività di gestione del rischio. Informazioni come la domanda 
emergente per nuovi prodotti o servizi, disfunzioni nelle spedizioni o nella 
fatturazione, problemi di qualità dei prodotti, casi di comportamenti contrari 
all'etica e così via, possono rivelarsi estremamente utili per l'azienda, che oltre ad 
affrontare la situazione negativa segnalata, dovrà indagare sulla causa all'origine 
del problema per risolverlo, in modo da avere una maggiore probabilità di 
conseguire i propri obiettivi. Anche altri soggetti come i creditori possono 
fornire informazioni utili a questo scopo: una banca ad esempio può 
raccomandare dei controlli da attivare. 
Molte organizzazioni ricorrono sempre più all'outsourcing di attività operative e 
talvolta anche di funzioni come l'amministrazione e la finanza per poter usufruire 
di livelli di servizi elevati a costi contenuti. Anche se queste attività sono svolte 
da terzi a beneficio dell'azienda, il management non può sottrarsi alle sue 
responsabilità di gestire i rischi conseguenti, e deve realizzare un programma per 
monitorare le attività esternalizzate. 
Gli analisti finanziari e le agenzie di rating, nel valutare le aziende, prendono in 
considerazione numerosi fattori specifici come i bilanci, le informazioni 
economico-finanziarie prospettiche, le potenzialità di successo, la situazione e la 
performance del settore economico in cui opera l'azienda, confronti con aziende 
similari, ma anche i fattori di rischio che gravano sulla combinazione produttiva 
e la sua capacità di fronteggiarli e formulare risposte adeguate. Anche i media, 
come la stampa, la radio e la televisione, in particolare i giornalisti economici, 
possono realizzare analisi similari. Le analisi di questi soggetti possono fornire al 
management informazioni sul modo in cui la performance dell'azienda è 
percepita all'esterno e sui rischi economici e di settore che l'azienda dovrà 
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affrontare. Queste informazioni possono essere fornite mediante incontri diretti 
tra le parti e il management, o  indirettamente tramite analisi destinate agli 
investitori e al pubblico in generale. Il management deve tener conto delle 
osservazioni e dei commenti di questi soggetti esterni, dato che possono 
contribuire al miglioramento dell'ERM. 
 
 
2.12 I limiti dell'ERM 
Per quanto ben progettato e gestito, l'ERM può fornire al management e agli 
amministratori, solo una ragionevole sicurezza sul conseguimento degli obiettivi 
aziendali. A fronte dunque degli importanti benefici di questo modello, esistono 
dei limiti dovuti a possibili errori di giudizio quando vengono prese le decisioni e 
alle disfunzioni causate da tali scelte, a semplici sbagli o errori umani che 
possono procurare danni involontari, alla possibilità che i controlli siano aggirati 
o vanificati dalla collusione
107
 di due o più persone e alla capacità del 
management di eludere le decisioni in materia di gestione del rischio e le attività 
di controllo. Altro fattore limitativo è l'impossibilità fisiologica di proteggersi da 
tutti i rischi, dato che non si hanno a disposizione risorse illimitate, e quindi la 
necessità di tener conto del rapporto costi-benefici nel selezionare le risposte più 
adeguate al rischio. Questi limiti non consentono al Cda e al management di 
avere una sicurezza assoluta sul conseguimento degli obiettivi aziendali. In 
sostanza l'ERM non può essere considerato, alla stregua del controllo interno, 
come uno strumento per evitare che l'azienda commetta errori, ovvero per 
assicurare che l'azienda raggiunga sempre i propri obiettivi. Bisogna infatti tenere 
presenti 3 aspetti: 
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 La collusione è un accordo fraudolento stipulato tra varie parti, al fine di ottenere reciproci vantaggi. Il 
termine viene utilizzato in diritto per riferirsi ad accordi illegali o comunque sanzionati dalla legge. Esso 
viene molto utilizzato in campo economico, ad esempio viene stipulato tra più imprese in 
un oligopolio per il conseguimento di obiettivi concertati. Più operatori di un settore possono 
programmare una comune strategia di prezzo e/o quantità al fine di massimizzare i loro profitti. Questo è 
uno degli incentivi che spingono due aziende a colludere. Quando diverse imprese stipulano tale accordo, 
detto accordo collusivo, esse formano un cartello.  
 
153 
 
1. il rischio riguarda un evento futuro, che di per sé è incerto. In altre parole 
un limite fondamentale deriva dal fatto che nessuno è in grado di predire il 
futuro con certezza; 
2. l'ERM, per quanto efficace e ben strutturato possa essere, con riferimento 
agli obiettivi strategici ed operativi, può solo aiutare il management e il 
Cda, nel suo ruolo di supervisione, a conoscere nei tempi dovuti, se 
l'azienda è indirizzata o meno verso tali obiettivi, ma non può fornire una 
ragionevole sicurezza sul loro conseguimento, in quanto legati anche a 
fattori edeventi che sfuggono al controllo dell'azienda stessa; 
3. l'ERM non può fornire la sicurezza assoluta del conseguimento di nessuna 
delle quattro categorie di obiettivi. 
Per queste ragioni si utilizza l'espressione "ragionevole sicurezza", il che non 
significa che l'ERM sarà frequentemente inefficace o inadeguato. Se 
consideriamo un campione di aziende che adottano sistemi di controllo e gestione 
dei rischi efficaci, è molto probabile che molte si dirigano regolarmente verso i 
loro obiettivi strategici ed operativi, e che realizzino regolarmente gli obiettivi di 
conformità e di reporting. Tuttavia, non esiste nessuna garanzia che non possa 
mai verificarsi un evento incontrollabile, un errore o un report sbagliato. In altre 
parole anche un ERM efficace, in certi casi, può rivelarsi inidoneo al suo scopo 
(una sicurezza ragionevole, non è mai certezza assoluta). 
L'efficacia dell'ERM incontra un primo limite nel fatto che le decisioni aziendali 
sono prese da persone sulla base di un giudizio umano, facendo riferimento alle 
informazioni a disposizione e alle circostanze (talvolta situazioni di urgenza 
possono portare a prendere una decisione con maggiore fretta, e quindi in modo 
meno ponderato). Rientra nella norma che alcune decisioni, a posteriori, si 
rivelino non perfettamente adatte. Inoltre anche se ben concepito l'ERM può 
fallire, in quanto il personale può interpretare male le istruzioni, può compiere 
errori di giudizio o sbagliare per incuria, per distrazione o per stanchezza. Ad 
esempio, personale che viene destinato temporaneamente ad attività di controllo, 
senza una dovuta formazione e in assenza di specifici addetti, può svolgere 
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questo compito in maniera impropria; potrebbero essere attuati dei cambiamenti 
nei sistemi informatici prima che il personale sia stato addestrato per fronteggiare 
eventuali disfunzioni. Anche atti di collusione tra due o più individui possono 
rendere l'ERM inefficace; si può avere collusione, per esempio, tra un dipendente 
addetto a un'importante funzione di controllo e un cliente, un fornitore o un altro 
dipendente. Diversi soggetti, in azienda, possono accordarsi per eludere i 
controlli, affinché i risultati realizzati corrispondano agli obiettivi di budget o a 
quelli assegnati ai fini del sistema premiante. 
Come si è detto precedentemente, le risorse sono sempre limitate e, pertanto, le 
aziende devono tener conto del rapporto costi-benefici nelle loro decisioni, 
comprese quelle relative alla risposta al rischio e alle attività di controllo. In altre 
parole, quando si vuole effettuare un particolare intervento o introdurre un certo 
controllo, si deve considerare il rischio di insuccesso e l'effetto potenziale 
sull'azienda, anche in termini di costi. Il principio generale da seguire è che le 
risorse limitate, non dovrebbero essere allocate nelle aree in cui i rischi sono 
bassi. Da un lato, quindi, attivare controlli eccessivi può risultare dispendioso e 
controproducente, ma dall'altro controlli troppo superficiali elevano l'esposizione 
al rischio. E' dunque necessario un giusto equilibrio.  
Infine possiamo osservare che l'ERM è tanto efficace quanto lo sono le persone 
responsabili del suo funzionamento. Anche in aziende ben gestite e controllate, 
con un elevato livello di integrità e di consapevolezza dei rischi e dei controlli, 
con canali di comunicazione alternativi e un Cda informato e attivo, un manager 
può essere in grado di aggirare l'ERM. I sistemi di controllo, infatti, non sono 
infallibili, e chi ha intenti truffaldini, cercherà i punti deboli del sistema per 
violarli. In ogni modo un ERM efficace accresce la capacità dell'azienda di 
prevenire e individuare queste violazioni. Con l'espressione "aggirare l'ERM da 
parte del management", si fa riferimento a qualsiasi violazione di politiche e 
procedure per scopi illegittimi, come ad esempio conseguire guadagni puramente 
personali, alterare la situazione economico-finanziaria dell'azienda, per 
presentarla, all'esterno, migliore di quanto non sia in realtà, alterare i report in 
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modo da conseguire gli obiettivi di budget per accrescere i premi di risultato 
legati alla performance, o il valore delle stock option
108
, oppure per occultare il 
mancato rispetto di obblighi di legge.  
Queste azioni per aggirare l'ERM, non devono essere confuse con gli interventi 
attuati dal management per violare le politiche o le procedure a scopi legittimi; 
tali interventi si rendono necessari in presenza di operazioni straordinarie e 
atipiche o di eventi che, altrimenti, non potrebbero essere trattati in modo 
appropriato. Questi interventi sono generalmente trasparenti e documentati o, 
altrimenti, comunicati chiaramente al personale interessato. Le azioni per 
aggirare l'ERM, invece, generalmente non sono documentate o trasparenti e sono 
effettuate con l'intento di occultare le azioni stesse. 
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 Le stock option sono opzioni call europee o americane che danno il diritto di acquistare azioni di una 
società ad un determinato prezzo d'esercizio (detto strike price). Nelle opzioni stile americano, il 
possessore può esercitare il proprio diritto durante tutto il periodo che precede la scadenza, e quindi in 
qualsiasi momento può decidere di acquistare (opzione call) o vendere (opzione put) il sottostante. Le 
opzioni stile europeo, invece, si possono esercitare solo a scadenza, per cui se la scadenza è a 30 giorni, il 
diritto è esercitabile esclusivamente una volta trascorsi i 30 giorni. Per questo motivo le opzioni di tipo 
europeo mal si adattano a finalità speculative. Le stock option non esistono per tutte le società per azioni, 
ma solo per quelle quotate. Le stock option sono un caso particolare di opzioni. Esse sono conferite 
gratuitamente ai dipendenti (solitamente ai manager). I dipendenti non pagano alcun prezzo d'acquisto; 
l'opzione perde ogni valore dopo la scadenza e, dunque, prima della scadenza viene esercitata se il prezzo 
d'esercizio (strike price) è inferiore al valore di mercato cui è quotata l'azione sottostante. Le opzioni 
vengono distribuite ai dipendenti come incentivo ad aumentare la loro produttività. Il salario dei dirigenti 
si compone, spesso, di una parte fissa e di una variabile, di cui le stock option costituiscono una 
componente rilevante. 
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CAPITOLO III 
L'ENTERPRISE RISK MANAGEMENT IN ITALIA 
 
Nei precedenti capitoli abbiamo visto come l'evoluzione normativa in materia di 
risk management, sia andata verso una più ampia e chiara informativa che le 
aziende devono fornire al mercato. In particolar modo si è detto della necessità di 
indicare, nella relazione sulla gestione, informazioni sui principali rischi ed 
incertezze a cui la società risulta esposta. Tra l'altro l'esigenza di una maggiore 
consapevolezza dei rischi e di una gestione integrata dei processi di risk 
management, ha portato ad una richiesta di maggiore trasparenza informativa 
anche da parte dell'intera comunità finanziaria. Vediamo adesso un esempio di 
come, attraverso documenti e informazioni resi disponibili sui siti internet di 
molte società, sopratutto quotate, sia possibile farsi un'idea del sistema di risk 
management adottato. 
 
 
3.1 L'ERM in Edison
1
 
Fondata nel 1884, Edison è la più antica società europea nel settore dell'energia. 
Oggi Edison fa parte del gruppo EDF (Electricité de France)
2
, ed è uno dei 
maggiori operatori in Italia nei settori dell’approvvigionamento, produzione e 
vendita di energia elettrica, gas e olio grezzo
3
. 
                                                          
1
 Fonti: "Relazione sulla gestione" 2013; "Relazione sul governo societario e sugli assetti proprietari" 
2013; dati e informazioni reperite dal sito di Edison. 
2
 Si tratta della maggiore azienda produttrice e distributrice di energia in Francia. 
3
 Dal 2008, Edison è presente anche sul mercato residenziale con un’offerta per la fornitura di energia 
elettrica dedicata alle famiglie. Nel 2009, dopo il successo nell’energia elettrica, Edison estende la propria 
offerta per le famiglie anche al gas. Nel novembre 2010 a soli due anni dall'ingresso nel mercato 
residenziale, Edison ha raggiunto 1 milione di clienti. 
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In Edison si riscontra una diffusa cultura del rischio, per la quale si intende la 
consapevolezza che il perseguimento degli obiettivi strategici e reddituali 
comporta un determinato profilo di rischio. 
Edison ha sviluppato un modello integrato di gestione dei rischi ispirato ai 
principi internazionali dell'Enterprise Risk Management. Scopo principale 
dell'ERM è quello di adottare un approccio sistematico all'individuazione dei 
rischi prioritari dell'azienda, valutarne anticipatamente i potenziali effetti negativi 
e intraprendere opportune azioni per mitigarli. Gli obiettivi principali dell'ERM 
possono essere così sintetizzati: 
 identificare i rischi aziendali e i processi che li gestiscono; 
 creare una correlazione tra processi di gestione dei rischi, processi 
decisionali e strategia dell'azienda; 
 assicurare che i processi di gestione dei rischi siano calati adeguatamente 
nei processi aziendali. 
Edison si è dotata di una metodologia di risk mapping e risk scoring, che assegna 
un indice di rilevanza al fattore di rischio in base a tre parametri: impatto globale, 
probabilità di accadimento e livello di controllo. La gestione dei rischi si basa su 
un processo di risk self assessment in base al quale, i responsabili delle business 
unit e direzioni aziendali, con il coordinamento della Direzione Risk Office, 
individuano e valutano i rischi di competenza e forniscono una prima indicazione 
delle azioni di mitigazione ad essi associate. I risultati di questa prima fase 
vengono successivamente consolidati a livello centrale in una mappa di 
significatività, dove i rischi sono prioritizzati in funzione dello scoring risultante. 
Viene quindi adottato un approccio di tipo bottom-up, in cui si parte dall'analisi 
dei rischi delle singole unità operative, che vengono poi aggregati e consolidati al 
fine di ottenere una mappatura dei rischi a livello di gruppo, in un'ottica di 
gestione integrata dei rischi stessi. Il Modello di Rischio Aziendale adottato, 
comprende le tipologie di rischio che caratterizzano il business nel quale il 
gruppo opera, distinguendo i rischi legati all'ambiente esterno dai rischi interni di 
processo e strategici. I risultati dell'ERM sono oggetto di comunicazione a 
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scadenze prestabilite in sede di Comitato Controllo e Rischi e Consiglio di 
Amministrazione, e sono utilizzati dalla Direzione Internal Audit come elementi 
informativi finalizzati alla predisposizione di specifici piani di audit risk-based.
4
 
Il processo di ERM è legato al processo di pianificazione strategica, in modo da 
valutare sistematicamente il profilo di rischio del gruppo nel suo complesso e 
delle singole attività di business, e consentire quindi la pianificazione e la 
gestione delle performance aziendali in un'ottica redditività/rischio. Durante 
l'anno sono previsti degli aggiornamenti periodici per controllare l'andamento 
delle azioni di mitigazione individuate e per valutarne l'impatto potenziale. Infine 
Edison si è dotata di un sistema di comunicazione interna, finalizzato a facilitare 
e promuovere la comunicazione all'interno della società e del gruppo. 
Il modello di rischio aziendale costituisce la base di riferimento nei processi di 
individuazione, valutazione, controllo e reporting dei rischi aziendali, che 
vengono classificati in tre categorie: 
1. rischi legati all'ambiente esterno 
2. rischi di processo 
3. rischi strategici e di indirizzo. 
Nell'ambito delle attività di risk management, un presidio specifico (Energy Risk 
Management) è dedicato al rischio di prezzo e di cambio legato alle commodity 
energetiche trattate dal gruppo, quali energia elettrica, gas naturale, carbone, 
petrolio grezzo e prodotti derivati. 
 
Nel paragrafo "Principali rischi ed incertezze" della relazione sulla gestione 
relativa all'anno 2013, si possono riscontrare i seguenti rischi. 
 
 
                                                          
4
 Nell'approccio risk-based il revisore, una volta definiti gli obiettivi dell'intervento di audit, focalizza la 
sua attenzione sugli eventi critici che possono pregiudicare il raggiungimento degli obiettivi aziendali. 
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1. Rischi legati all'ambiente esterno 
Rischio normativo e regolatorio - una potenziale fonte di rischio per Edison è 
costituita dalla costante evoluzione del contesto normativo di riferimento, con 
effetti sul funzionamento del mercato, sui piani tariffari, sui livelli di qualità del 
servizio richiesti e sugli adempimenti tecnico-operativi. Per questo motivo 
Edison è impegnata in una costante attività di monitoraggio e dialogo con le 
Istituzioni, al fine di valutare tempestivamente le modifiche normative e 
minimizzarne quindi l'impatto economico. 
Rischio di prezzo e cambio connesso all'attività in commodity
5
 - svolgendo 
attività sia di produzione che di stoccaggio e compravendita di commodity, il 
gruppo Edison è esposto al rischio di oscillazione dei prezzi di tutte le 
commodity energetiche trattate (principalmente energia elettrica, gas naturale, 
carbone, e prodotti petroliferi), che influisce sui ricavi e costi delle attività di 
produzione, stoccaggio e compravendita. Inoltre, dato che una parte dei prezzi di 
tali commodity energetiche è denominata in dollari americani, il gruppo è 
esposto anche al relativo rischio di cambio. In base alle Energy Risk Policy che il 
gruppo ha definito, Edison ricorre all'impiego di strumenti derivati
6
 di copertura, 
al fine di contenere l'esposizione a tali rischi entro i limiti stabiliti. Il gruppo è 
comunque orientato a minimizzare il ricorso ai mercati finanziari per finalità di 
                                                          
5 Commodity è un termine inglese che indica un bene per cui c'è domanda ma che è offerto senza 
differenze qualitative sul mercato ed è fungibile, cioè il prodotto è lo stesso indipendentemente da chi lo 
produce, come per esempio il petrolio o i metalli. L'elevata standardizzazione che caratterizza 
una commodity ne consente l'agevole negoziazione sui mercati internazionali. Le commodity possono 
costituire un'attività sottostante per vari tipi di strumenti derivati, in particolare per i futures. Una delle 
caratteristiche di una commodity è che il suo prezzo viene determinato dal mercato. 
Per strumento sottostante ad uno strumento derivato, si intende quell'attività (non 
necessariamente finanziaria) da cui dipende il derivato. La tipologia del sottostante può essere 
estremamente vasta: ad esempio, per stock option, si intende un'opzione il cui sottostante sono dei titoli 
azionari, ovvero la facoltà di comprare l'azione ad un prezzo stabilito ad una data prestabilita. 
I futures sono contratti a termine (contratti per mezzo dei quali due controparti si accordano per 
scambiarsi una certa quantità di un sottostante (merce, valuta, interessi, ecc.) ad una scadenza (maturity 
date) e ad un prezzo (forward price) pattuiti nel contratto) standardizzati con i quali le parti si obbligano a 
scambiarsi alla scadenza un certo quantitativo di determinate attività (non necessariamente finanziarie), 
ad un prezzo stabilito; ovvero, nel caso di futures su indici, a liquidarsi una somma di denaro pari alla 
differenza fra il valore dell'indice di riferimento alla stipulazione del contratto ed il valore dello stesso 
indice nel giorno di scadenza. 
6
 In finanza, è denominato strumento derivato (o anche, semplicemente derivato) ogni contratto o titolo il 
cui prezzo sia basato sul valore di mercato di una variabile definita sottostante, che può essere a sua volta 
uno strumento finanziario (come, ad esempio, azioni, indici finanziari, valute, tassi d'interesse e, per 
l'appunto, commodity). I derivati sono quindi una categoria particolare di strumenti finanziari. 
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copertura, attraverso una strategia di omogeneizzazione tra le fonti e gli impieghi 
fisici, in modo che le formule e le indicizzazioni a cui sono legati i ricavi 
derivanti dalle vendite di commodity energetiche, riflettano per quanto possibile, 
le formule e le indicizzazioni dei costi del gruppo, ossia degli acquisti di 
commodity energetiche.  In sostanza la presenza delle stesse commodity, 
direttamente o tramite formule di indicizzazione, nei contratti sia d’acquisto che 
di vendita, facilità la riduzione dell'esposizione al rischio di cambio e di prezzo 
su commodity. Per la parte residua il gruppo ricorre a strumenti finanziari di 
copertura. 
Rischio di tasso di cambio - il rischio di cambio deriva dalle attività parzialmente 
condotte in valute diverse dall'euro o legate alle variazioni del tasso di cambio 
attraverso componenti contrattuali indicizzate a una valuta estera. Fluttuazioni 
del tasso di cambio possono agire su costi e ricavi, su debiti e crediti commerciali 
e finanziari denominati in valuta ed, infine, si riflettono anche sui risultati 
consolidati e sul patrimonio netto attribuibile ai soci della capogruppo, dato che i 
bilanci di alcune società partecipate sono redatti in valuta diversa dall'euro, e 
successivamente convertiti in sede di redazione del consolidato. 
Rischio di tasso d'interesse - il gruppo Edison è esposto alle fluttuazioni del tasso 
d'interesse prevalentemente per quanto riguarda la misura degli oneri finanziari 
relativi all'indebitamento. Il tasso a cui il gruppo è principalmente esposto è 
l'Euribor
7
. Edison valuta regolarmente la propria esposizione al rischio di 
variazioni dei tassi d'interesse e lo gestisce attraverso strumenti derivati. Ad 
esempio a fronte dell'emissione di prestiti obbligazionari da parte di Edison, la 
strategia di copertura è stata quella di trasformare parte delle emissioni 
obbligazionarie da tasso fisso a tasso variabile attraverso Interest Rate Swaps
8
. 
                                                          
7
 L' Euribor (acronimo di EURo Inter Bank Offered Rate, tasso interbancario di offerta in euro) è 
un tasso di riferimento, calcolato giornalmente, che indica il tasso di interesse medio delle transazioni 
finanziarie in Euro tra le principali banche europee. 
8
 Gli swap sono contratti a termine; essi prevedono lo scambio a termine di flussi di cassa, calcolati con 
modalità stabilite alla stipulazione del contratto. In altre parole con uno swap due parti si accordano per 
scambiare fra loro flussi di pagamento a date certe e prefissate. Questo sistema può permettere di 
annullare il rischio connesso per esempio alle fluttuazioni dei tassi di interesse o di cambio. L'interest 
Rate Swap (IRS) è il contratto swap più diffuso, con il quale due parti si accordano per scambiarsi 
reciprocamente, per un periodo di tempo predefinito al momento della stipula, pagamenti calcolati sulla 
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Successivamente è stato negoziato un accordo per limitare le oscillazioni del 
tasso variabile all'interno di un corridoio predeterminato contrattualmente. In 
questo modo Edison ha beneficiato appieno del vantaggio economico prodotto 
dai tassi d'interesse bassi prevalsi in questi ultimi anni, senza però rinunciare a 
coprire il rischio di un movimento al rialzo sopra i livelli definiti. Grazie ai 
derivati posti in essere, il tasso che esprime il costo effettivo per Edison, risulta 
inferiore rispetto alla cedola a tasso fisso per ciascuno dei prestiti obbligazionari 
in essere. 
Rischio di credito - rappresenta l'esposizione del gruppo a potenziali perdite 
derivanti dal mancato adempimento delle obbligazioni assunte dalle controparti 
sia commerciali che finanziarie. Al fine di controllare questo rischio, Edison ha 
implementato procedure e azioni per la valutazione del credit standing 
(affidabilità creditizia) della clientela, monitorando i relativi flussi di incassi 
attesi e le eventuali azioni di recupero, ed assegnando un punteggio in opportune 
griglie di scoring. Inoltre nella scelta delle controparti per la gestione di risorse 
finanziarie temporaneamente in eccesso e nella stipula di contratti di copertura 
finanziaria (strumenti derivati), il gruppo ricorre solo a interlocutori di elevato 
standing (merito) creditizio. Al 31 dicembre 2013 non si riscontrano significativi 
livelli di concentrazione in capo a singole controparti non istituzionali. 
Pressione competitiva - i mercati energetici in cui opera il gruppo Edison sono 
caratterizzati da una forte concorrenza. In particolare, al fine di fronteggiare i 
                                                                                                                                                                          
base di tassi di interesse differenti e predefiniti, applicati ad un capitale nozionale. Da sottolineare che 
non c'è scambio di capitali, ma solo di flussi corrispondenti al differenziale fra i due interessi (di solito 
uno fisso ed uno variabile). Usualmente si definisce acquirente dello swap chi si obbliga a pagamenti a 
tasso variabile e riceve quelli a tasso fisso, l'acquirente ha una posizione lunga sul contratto (long swap 
position). Dall'altra parte, il venditore è il soggetto che in cambio del tasso variabile paga il tasso fisso ed 
assume quindi una posizione corta (short swap position). 
Una impresa può essere interessata ad un contratto IRS per eliminare l'incertezza di un debito contratto a 
tassi variabili (operazione di copertura). Una azienda che stipula un interest rate swap, preferisce avere la 
certezza di quanto dovrà pagare per motivi di politica aziendale ovvero perché ipotizza un rialzo dei tassi. 
Lo scopo della banca è invece quello di incrementare i propri profitti, ottiene infatti subito un incremento 
di profitti derivante dalla intermediazione del prodotto derivato. 
Esempio: l’impresa che ha un mutuo a tasso variabile lo può trasformare in tasso fisso chiudendo uno 
swap con una banca in cui acquista il diritto di ricevere tasso variabile pagando alla banca un tasso fisso, 
su un importo nozionale e per una durata uguale al mutuo. Così facendo, l’impresa si protegge contro un 
rialzo dei tassi durante la vita del mutuo. L’unico “svantaggio” è che generalmente il tasso fisso che 
pagherà sarà più alto del tasso variabile al momento della chiusura della transazione; la differenza 
rappresenta il premio che l’azienda paga per proteggersi contro un successivo rialzo dei tassi d’interesse. 
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rischi derivanti dalla partecipazione al mercato domestico dell'energia elettrica
9
, 
Edison persegue una strategia rivolta allo sviluppo del portafoglio clienti, in una 
logica di progressiva integrazione a valle, all'ottimizzazione del mix produttivo 
(utilizzo di centrali termoelettriche, impianti idroelettrici, eolici, fotovoltaici e a 
biomasse) e allo sviluppo delle fonti rinnovabili. Sul fronte del mercato italiano 
del gas, alcuni produttori esteri provenienti da Paesi con grandi riserve di 
idrocarburi, progettano di vendere gas naturale in Italia direttamente ai clienti 
finali. Si tratta certamente di una minaccia per la posizione di mercato di società 
come Edison, che rivendono ai clienti finali il gas acquistato da altri paesi. A 
questo si aggiunga che il mercato del gas naturale sta attraversando, negli ultimi 
anni, una fase di eccesso di offerta in un contesto caratterizzato da una 
contrazione dei consumi. Tra le possibili azioni di mitigazione del rischio 
derivante dalla pressione competitiva nel settore idrocarburi, un'importante leva 
contrattuale è data dall'esercizio delle clausole di rinegoziazione del prezzo, 
contenute nei contratti di approvvigionamento di gas naturale a lungo termine, in 
funzione dell'andamento dello scenario energetico di riferimento e delle 
condizioni di mercato. A tal proposito, Edison ha concluso positivamente un 
primo ciclo di rinegoziazione del prezzo nei contratti in essere con tutti i fornitori 
di gas naturale. Il successo di tale operazione ha permesso di contrastare 
nell'immediato la pressione sui margini dell'attività commerciale. 
Innovazione tecnologica - cambiamenti radicali nelle tecnologie di produzione di 
energia elettrica potrebbero rendere alcune tecnologie più competitive rispetto a 
                                                          
9
 La liberalizzazione del Mercato elettrico è stata avviata in Italia con il decreto legislativo 16 marzo 
1999, n. 79, noto come decreto Bersani . Tale decreto, con il quale sono state recepite le indicazioni 
contenute nella direttiva comunitaria n. 92 del 1996 sulla creazione del Mercato Unico dell'energia , ha 
segnato l'inizio del processo di liberalizzazione delle attività di produzione, importazione, esportazione, 
acquisto e vendita di energia elettrica.  
Dal 1 luglio 2007 il mercato dell'energia è completamente liberalizzato: tutti i clienti finali possono 
dunque scegliere il proprio fornitore sul mercato libero. Prima del luglio 2007, i clienti domestici 
dovevano rivolgersi esclusivamente all’impresa di distribuzione locale per tutti gli aspetti del servizio 
elettrico, compreso il contratto di fornitura e i servizi commerciali. Da quella data in poi, invece, alla 
società di distribuzione locale è rimasta la gestione del servizio di distribuzione dell’energia in regime di 
concessione, secondo regole e tariffe fissate dall’Autorità per l’Energia Elettrica e il Gas (AEEG).  
La liberalizzazione del mercato elettrico ha consentito alle aziende venditrici di offrire una gamma di 
prodotti e servizi per soddisfare al meglio i propri clienti. 
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quelle che costituiscono l'attuale mix produttivo di Edison. Per mitigare questo 
rischio, Edison svolge una costante attività di monitoraggio dello sviluppo di 
nuove tecnologie, sia nel settore elettrico, sia nel settore idrocarburi. L'azienda è 
inoltre impegnata in un processo di assessment di tecnologie innovative, nel 
campo dell'efficienza energetica
10
 e della generazione da fonti rinnovabili. 
Domanda di energia elettrica e gas naturale - la domanda di questi prodotti è 
generalmente legata al prodotto interno lordo (PIL). La crisi economica globale, 
a partire dagli anni 2008/2009, ha provocato una forte riduzione del livello 
complessivo di domanda di energia, ponendo una notevole pressione sui margini 
di commercializzazione, anche a causa dei fenomeni di pressione competitiva di 
cui si è parlato al punto precedente. La flessione maggiore dei consumi si è avuta 
nel settore del gas naturale, con conseguenti possibili impatti sull'esposizione 
dell'azienda alle clausole take or pay, inserite nei contratti di 
approvvigionamento di gas a lungo termine
11
. Qualora l'andamento negativo 
della domanda di energia dovesse riproporsi anche per il futuro, questo potrebbe 
avere un impatto negativo in termini di diminuzione dei volumi di vendita di 
energia elettrica e gas naturale e, di conseguenza, tradursi in una riduzione dei 
margini complessivi di vendita. Per quanto riguarda le azioni poste in essere per 
fronteggiare questo rischio, oltre alle azioni di rinegoziazione dei contratti di 
approvvigionamento del gas naturale a lungo termine, il gruppo svolge un'attività 
di monitoraggio sia dell'andamento dei consumi di energia elettrica e gas, con 
cadenza giornaliera, sia dello scenario macroeconomico italiano e internazionale, 
attraverso gli aggiornamenti pubblicati dai maggiori istituti di previsione 
                                                          
10
 In questo ambito si inserisce il lancio commerciale del servizio Energy Control di cui la Direzione 
Research, Development and Innovation ha seguito tutte le fasi di sviluppo tecnico del dispositivo per la 
misura e l'analisi dei consumi. Il servizio è destinato ai clienti residenziali, ed è costituito da un 
dispositivo di facile istallazione che rileva i consumi dal contatore di casa e li invia ad un database 
centralizzato, e da un portale web per accedere ai contenuti del servizio. Collegandosi via internet al 
portale, anche con tablet o smartphone, il cliente potrà visualizzare i dati di consumo e di spesa, ricevere 
un sms di allerta in caso di consumi particolarmente elevati, potrà confrontare le proprie abitudini 
energetiche con quelle di famiglie simili per valutare i propri consumi e potrà ricevere consigli 
personalizzati per ridurre l'uso dell'energia e migliorare l'efficienza degli elettrodomestici di casa. 
11
 In base a tali clausole, Edison si impegna a ritirare ogni anno volumi minimi di gas predeterminati 
contrattualmente o, in caso di mancato ritiro, a pagare l'intero prezzo, o una frazione di esso, dei volumi 
non ritirati fino al quantitativo minimo contrattuale. Queste clausole, tuttavia, consentono a Edison di 
ritirare i suddetti volumi di gas prepagati negli anni contrattuali successivi. 
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economica-finanziaria. L'analisi di queste informazioni è finalizzata a 
evidenziare, con il massimo preavviso, i possibili andamenti nella domanda di 
energia elettrica e gas, in modo da ottimizzare lo scenario produttivo. Inoltre, 
l'adozione di una strategia di diversificazione commerciale permette di 
contrastare, seppur in parte, uno scenario di mercato avverso (presenza in diversi 
paesi europei, in Africa, in Medio Oriente e in Sud America). 
Rischio Paese - il gruppo Edison opera in ambito internazionale, con la presenza 
di paesi quali Grecia, dove produce e commercializza energia elettrica, Egitto, 
come operatore nella produzione di gas naturale e petrolio. Questo espone il 
gruppo al cosiddetto "rischio Paese", ovvero all'insieme di rischi che derivano 
prevalentemente, dalle differenze di tipo politico, economico, sociale, normativo 
e finanziario, rispetto al Paese di origine. Questi rischi possono essere 
notevolmente diversi da quelli sostenuti operando esclusivamente nel mercato 
domestico, e pertanto possono determinare conseguenze negative sulla redditività 
e sul valore degli investimenti effettuati. 
 
2. Rischi di processo 
Rischio operations - l'attività caratteristica di Edison prevede, tra le altre cose, la 
costruzione e la gestione di impianti di produzione di energia elettrica e 
idrocarburi tecnologicamente complessi. A tal proposito, rischi di perdite o danni 
possono derivare da un'improvvisa indisponibilità di uno o più macchinari o 
impianti critici per i processi di produzione, a seguito del verificarsi di eventi 
dannosi, compresi danni materiali ai macchinari stessi o a specifiche componenti, 
che non possono essere completamente coperti o trasferiti tramite polizze 
assicurative. Per questo Edison si è dotata di una politica di gestione del rischio 
industriale comprendente attività di prevenzione e controllo, che prevede 
l'adozione di specifici standard di sicurezza, redatti da enti internazionalmente 
riconosciuti quali il National Fire Protection Association (NFPA), adeguamenti 
in conformità a normative nazionali e requisiti di enti locali che disciplinano la 
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materia, predisposizione di contingency plan (piani di contingenza)
12
 e 
manutenzione degli impianti. Edison ricorre anche ad adeguate politiche 
assicurative in ambito industriale, come la stipula di polizze Erection All-Risk
13
, 
dotate di estensione a copertura dei danni indiretti o ritardi nella disponibilità di 
nuovi impianti, minimizzando le possibili conseguenze di tali eventi.  
Rischi ambientali e di sicurezza - per quanto attiene alla salute e sicurezza nei 
luoghi di lavoro, nel corso del 2013 sono stati aggiornati i documenti di 
valutazione dei rischi, discutendo i risultati in occasione delle periodiche riunioni 
sul tema sicurezza. Viene inoltre svolta un'attività di sorveglianza sanitaria sui 
dipendenti. Sono stati completati i programmi di formazione e addestramento in 
materia di salute e sicurezza, coerentemente con quanto previsto dall'accordo 
Stato-Regioni del 21/12/2011, ed è stato portato a termine il programma 
formativo annuale destinato ai responsabili del Servizio di Prevenzione e 
Protezione. E' stato portato a termine il progetto formativo sulla "Percezione del 
rischio" rivolto al personale, al fine di migliorare l'attitudine a percepire e 
governare i rischi nei luoghi di lavoro. E' stata consolidata la diffusione e 
fruibilità del "safety message mensile" veicolandolo tramite la rete intranet 
aziendale, permettendo di sensibilizzare ulteriormente il personale verso le 
tematiche di salute e sicurezza. Nell'ambito della settimana europea della 
sicurezza, sono stati effettuati incontri specifici con i Responsabili del Servizio di 
Prevenzione e Protezione e con i Rappresentanti dei lavoratori per la sicurezza, 
un workshop con la partecipazione di relatori interni ed esterni all'azienda e 
l'erogazione di un'attività formativa in modalità e-learning. Risulta quindi 
evidente l'impegno di Edison, nei confronti del suo personale, al fine di 
migliorare salute e sicurezza sui luoghi di lavoro, riducendo così i casi di 
infortuni. Sul fronte ambientale nel corso del 2013 non si è verificato nessun 
                                                          
12
 Il piano di contingenza (o piano emergenziale) è un programma operativo che delinea preventivamente 
le azioni di determinati soggetti od enti per il caso che si verifichi un evento dannoso o 
comunque pericoloso per la collettività. Il piano, cioè, prevede in genere linee guida più o meno 
dettagliate su cosa ciascuno dei soggetti od enti, che devono dargli esecuzione, debba fare al verificarsi 
dell'evento. 
13
 Con le polizze Erection All Risks (EAR) è possibile assicurare i rischi del montaggio di opere di tipo 
impiantistico. Questi tipi di polizza comprendono coperture per danni materiali all’opera in corso di 
costruzione, ad opere ed impianti (anche di terzi) preesistenti in cantiere e ad attrezzature e macchinari. 
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incidente con impatto sull'ambiente (suolo, sottosuolo, acque superficiali ecc.). 
Inoltre tutti i siti hanno effettuato almeno una prova di emergenza ambientale al 
fine di testare l'efficacia dell'organizzazione. Il gruppo svolge attività di 
formazione anche su queste tematiche, è impegnato in procedimenti di bonifica 
ambientale e tutti i siti operativi, sia di produzione elettrica che di idrocarburi, 
sono dotati di un sistema di gestione integrato salute e sicurezza 18001 e 
ambientale 14001
14
. 
Information techonolgy - Edison è dotata di complessi sistemi informativi a 
supporto dell'operatività aziendale. I rischi associati sono relativi all'adeguatezza 
di tali sistemi e all'integrità e riservatezza dei dati e delle informazioni trattate. 
Per quanto riguarda il rischio di interruzione dell'attività a causa di un difetto o 
guasto dei sistemi informativi, Edison si è dotata di architetture hardware e 
software ad alta affidabilità. Inoltre è stato completato il progetto per trasformare 
il servizio di disaster recovery
15
 in un servizio di business continuity, che 
dovrebbe garantire la prosecuzione dei processi anche in caso di evento 
disastroso nel centro elaborazione dati principale. Infine si deve considerare il 
rischio di insorgenza di sempre nuove forme di attacchi informatici, che viene 
mitigato mediante l'adozione di elevati standard di sicurezza e di sistemi di 
autenticazione e profilazione. Su questa tematica, è in fase di valutazione, a 
livello di gruppo Edf, la realizzazione di un centro operativo ESOC (European 
Security Operation Center) che erogherà i servizi necessari a gestire queste 
nuove forme di attacchi. 
Rischio di liquidità - si tratta del rischio che le risorse finanziarie disponibili 
all'azienda non siano sufficienti per far fronte alle obbligazioni finanziarie e 
                                                          
14
 La sigla ISO 14001 identifica uno standard di gestione ambientale (SGA) che fissa i requisiti di un 
«sistema di gestione ambientale» di una qualsiasi organizzazione. L'acronimo OHSAS sta 
per Occupational Health and Safety Assessment Series ed identifica uno standard internazionale per un 
sistema di gestione della Sicurezza e della Salute dei Lavoratori. Il sistema di gestione regolato dalla 
norma OHSAS è spesso costruito integrandolo con il sistema di gestione ambientale, ispirato alla Norma 
14001: la Sicurezza e l'Ambiente sono infatti strettamente collegati tra loro. 
15
 Per disaster recovery, in informatica ed in particolare nell'ambito della di sicurezza informatica, si 
intende l'insieme delle misure tecnologiche e logistico/organizzative atte a ripristinare sistemi, dati e 
infrastrutture necessarie all'erogazione di servizi di business per imprese, associazioni o enti, a fronte di 
gravi emergenze che ne intacchino la regolare attività. 
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commerciali nei termini e scadenze prestabiliti. Ai fini della gestione del rischio 
di liquidità, nel primo semestre del 2013 è stato concluso il processo di 
integrazione di Edison e delle sue partecipate, con l'azionista di riferimento EDF. 
Lo schema adottato prevede la gestione centralizzata della tesoreria, al fine di 
assicurare ad Edison la disponibilità di affidamenti sufficienti a fronteggiare le 
scadenze finanziarie di breve periodo, e di ottimizzare la gestione delle 
eccedenze e dei fabbisogni di cassa giornalieri. Nell'ambito del citato processo di 
integrazione, Edison ha predisposto un piano di rifinanziamento a medio lungo 
termine, in grado di assicurare la copertura di tutte le necessità finanziarie 
previste in base al piano. Al 31 dicembre 2013 la situazione di liquidità risulta 
adeguata. 
Rischio di default e covenant sul debito - questo rischio si riferisce alla possibilità 
che i contratti di finanziamento o i regolamenti dei prestiti obbligazionari, di cui 
le società del gruppo Edison sono parti, contengano disposizioni che consentano 
alle controparti, siano esse banche o detentori di obbligazioni, di chiedere al 
debitore, al verificarsi di determinati eventi, l'immediato rimborso delle somme 
prestate, generando conseguentemente un rischio di liquidità. Si tratta quindi di 
un fattore di rischio collegato al precedente. Da quanto riportato nella relazione 
sulla gestione, né i contratti di finanziamento, né i regolamenti delle emissioni 
obbligazionarie, prevedono clausole di risoluzione anticipata del prestito 
collegata al declassamento del rating creditizio che le società di rating assegnano 
ad Edison Spa. Inoltre la società non è sottoposta, in nessuna delle linee di 
credito aperte, al rispetto di particolari rapporti di bilancio (covenants)
16
. 
Con riferimento alle altre società del gruppo, si osserva che i finanziamenti 
concessi ad alcune di esse, prevedono obblighi di rispetto e/o mantenimento di 
certi indici finanziari (tipicamente riferiti alla capacità del debitore di ripagare il 
debito nel lungo termine, quali il rapporto tra indebitamento finanziario netto ed 
                                                          
16
 In finanza con il termine covenant si indica un accordo che intercorre tra un'impresa e i suoi 
finanziatori, che mira a tutelare questi ultimi dai possibili danni derivanti da una gestione eccessivamente 
rischiosa dei finanziamenti concessi. L'accordo prevede clausole vincolanti per l'impresa, pena il ritiro dei 
finanziamenti o la loro rinegoziazione a condizioni meno favorevoli. In sostanza il management 
dell'impresa si impegna a rispettare certi limiti, come ad esempio non far scender o salire, un certo valore 
o indice di bilancio, oltre un certo livello stabilito contrattualmente. 
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EBITDA
17
 o patrimonio netto), e, in alcuni casi, limitazioni alla facoltà di 
distribuire dividendi. 
Non risultano, o quantomeno il gruppo non ne è a conoscenza, situazioni di 
default o di mancato rispetto dei covenants. 
 
3. Rischi strategici e di indirizzo 
Investimenti di sviluppo e acquisizioni - lo sviluppo delle attività caratteristiche 
del gruppo Edison prevede il ricorso a investimenti diretti (sviluppo interno) e 
acquisizioni. Con riferimento agli investimenti diretti nel settore dell'energia 
elettrica, Edison è impegnata in attività di sviluppo di nuovi impianti e di 
miglioramento di quelli meno recenti, al fine di incrementarne la redditività, 
l'efficienza e la flessibilità. Inoltre il gruppo è impegnato nella realizzazione di 
investimenti all'estero. Con riferimento a queste attività, il gruppo è esposto a 
rischi autorizzativi, rischi di ritardo nello sviluppo o entrata in esercizio 
commerciale delle nuove iniziative, rischio di incremento dei costi operativi, dei 
materiali e dei servizi, rischi legati a cambiamenti nelle tecnologie esistenti e 
rischi legati all'evoluzione del quadro politico e normativo dei Paesi stranieri in 
cui il gruppo opera o in cui intende operare in futuro. 
Per quanto riguarda gli investimenti diretti nel settore idrocarburi, il gruppo è 
impegnato in attività di ricerca, sviluppo e produzione al fine di incrementare le 
proprie riserve. Le attività di sviluppo e produzione di idrocarburi, sono 
tipicamente soggette all'incertezza relativa alla stima dei quantitativi delle riserve 
provate
18
, alla previsione dei tassi di produzione futuri e alle tempistiche degli 
                                                          
17
 Ebitda, in inglese, Earnings Before Interests, Taxes, Depreciation and Amortization,  equivalente 
all'italiano MOL (margine operativo lordo) , è un indicatore di redditività un'azienda basato solo sulla sua 
gestione caratteristica. È utile per confrontare la redditività di imprese in quanto non tiene conto delle 
politiche finanziarie e di bilancio. Il MOL è un dato più importante dell'utile per gli analisti finanziari 
perché permette di vedere chiaramente se l'azienda è in grado di generare ricchezza tramite la gestione 
operativa, escludendo quindi le manovre fatte dagli amministratori dell'azienda (ammortamenti e 
accantonamenti, ma anche la gestione finanziaria) che non sempre danno una visione corretta 
dell'andamento aziendale. 
18
 Le riserve provate sono costituite dai giacimenti attualmente conosciuti e che possono essere sfruttati 
con le tecnologie disponibili traendone profitto economico. Non rappresentano tutte le risorse 
effettivamente esistenti nel sottosuolo, ancora sconosciute all'uomo o il cui costo di estrazione è 
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investimenti di sviluppo. Inoltre tra la fase esplorativa e l'avvio delle successive 
fasi di sviluppo e commercializzazione di eventuali riserve di idrocarburi 
scoperte, tipicamente intercorre un intervallo di tempo notevole, necessario per 
valutare la commerciabilità delle scoperte effettuate, autorizzarne il progetto di 
sviluppo, costruire e mettere in funzione le relative attrezzature. In questo arco di 
tempo, la redditività del progetto, è esposta alla volatilità del prezzo del petrolio e 
del gas e alla variabilità dei costi di sviluppo e produzione. A questo si aggiunga 
che le future produzioni di idrocarburi, dipendono dalla capacità del gruppo di 
aver accesso a nuove riserve, scoperte attraverso l'attività esplorativa, e dall'esito 
delle attività di negoziazione degli accordi di concessione con i paesi proprietari 
delle riserve conosciute. 
Per quanto riguarda la strategia di sviluppo mediante acquisizioni, questa dipende 
dalla capacità di Edison di individuare e cogliere opportunità presenti sul mercato 
in termini di acquisizione di asset o società che possano contribuire a sviluppare 
il core business del gruppo. Tuttavia non vi è la garanzia che Edison riuscirà ad 
ottenere i benefici attesi da tali operazioni, ad esempio a causa di una non 
efficace integrazione degli asset acquisiti o di perdite e costi inizialmente non 
previsti. Tra l'altro la strategia di sviluppo mediante acquisizioni, comporta il 
rischio di non riuscire a coprire i costi di acquisto, qualora si verificasse una 
riduzione prolungata dei prezzi o radicali cambiamenti dello scenario di 
riferimento. 
Per mitigare questi rischi, il gruppo Edison si è dotato di una serie di processi 
interni a presidio delle varie fasi istruttorie e valutative delle iniziative di 
investimento. Tali processi prevedono operazioni di due diligence
19
, processi 
                                                                                                                                                                          
attualmente troppo elevato. Nonostante ciò, possono dare un'utile indicazione della velocità con cui si 
stanno sfruttando (ed esaurendo) queste risorse.  
19
 L'espressione inglese due diligence identifica il processo investigativo che viene messo in atto per 
analizzare valore e condizioni di un'azienda, o di un ramo di essa, per la quale vi siano intenzioni 
di acquisizione o investimento. Consiste nell’analisi di tutte le informazioni relative all’impresa oggetto 
dell'acquisizione, con particolare riferimento alla struttura societaria e organizzativa, al business e 
al mercato, ai fattori critici di successo, alle strategie commerciali, alle procedure gestionali e 
amministrative, ai dati economico-finanziari, agli aspetti fiscali e legali, ai rischi potenziali, ecc. 
Viene anche usata per le investigazioni su dipendenti di un'azienda (o candidati all'assunzione) per 
valutarne affidabilità, moralità ed eventuali pregiudizievoli.  
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autorizzativi interni multi-livello e di valutazione dei rischi associati ai progetti di 
investimento. 
 
 
Per quanto riguarda l'architettura e i soggetti coinvolti nel sistema di controllo 
interno e di gestione dei rischi possiamo fare riferimento alle informazioni 
riportate nella "Relazione sul governo societario e sugli assetti proprietari", che 
gli amministratori di società emittenti valori mobiliari ammessi alla negoziazione 
in mercati regolamentati, sono tenuti a redigere, ai sensi dell'art 123-bis del TUF. 
Innanzi tutto Edison dispone di una funzione centralizzata dedicata al controllo 
dei rischi che emergono nello svolgimento delle molteplici attività d’impresa. 
Tale struttura di Risk Management si divide in due sezioni: 
 l'Energy Risk Management, finalizzato alla gestione del rischio di 
mercato su commodity, vale a dire il rischio legato alle variazioni dei tassi 
di cambio, ma sopratutto dei prezzi delle materie prime. Obiettivo 
dell’Energy Risk Management è proteggere tramite l’Hedging20 il MOL di 
                                                                                                                                                                          
In finanza la due diligence indica quell'insieme di attività svolte dall'investitore, necessarie per giungere 
ad una valutazione finale, analizzando lo stato dell'azienda, compresi i rischi di 
eventuale fallimento dell'operazione e delle sue potenzialità future. 
20
 L'hedging e' una pratica che consiste nell'effettuare una o più operazioni di copertura per proteggersi 
dai rischi legati ad un altro investimento. Un soggetto in tal modo ridurrà o annullerà il rischio derivante 
da una posizione aperta. L'hedging e' una strategia molto utilizzata in campo finanziario, non solo da chi 
gestisce un portafoglio di titoli, ma anche da investitori privati e dalle imprese. Un'operazione di hedging 
si realizza solitamente mediante l'acquisto o la cessione di uno o più contratti il cui valore sia legato alla 
stessa fonte di rischio che condiziona il valore della posizione da coprire. Tali contratti vengono 
definiti strumenti derivati perché sono dei titoli il cui prezzo è basato sul valore di mercato di altri beni. 
Tra tali strumenti quelli  più adoperati per le pratiche di copertura sono i future e le opzioni. Il future e' un 
contratto a termine standardizzato con il quale le parti coinvolte si obbligano a scambiarsi alla scadenza 
un certo quantitativo di determinate attività finanziarie ad un prezzo stabilito. L'opzione, invece, e' quel 
particolare strumento finanziario che conferisce al possessore il diritto, ma non l'obbligo, di acquistare o 
vendere il titolo sul quale l'opzione stessa è scritta ad un determinato prezzo ed entro una determinata 
data. 
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Gruppo dalle oscillazioni legate al Rischio Prezzo e al Rischio Cambio, e 
proteggere il valore degli asset iscritti a bilancio da eventuali svalutazioni; 
 l'Enterprise Risk Management, finalizzato all'individuazione, gestione, 
controllo e monitoraggio degli altri rischi impattanti sulle attività del 
gruppo. 
Nel corso del 2011 è stata portata a compimento una revisione del processo 
ERM, nell’ottica di continuo allineamento del framework aziendale di gestione 
dei rischi alle prassi e agli standard internazionali. È stato, inoltre, ulteriormente 
affinato anche il modello aziendale dei rischi, inserendo ad esempio il rischio 
paese, in funzione del crescente contributo derivante dalle attività internazionali 
del Gruppo, e rafforzando gli elementi di rischio connessi alla gestione 
caratteristica. 
Il Consiglio di Amministrazione, con l'assistenza del Comitato Controllo e 
Rischi, definisce le "linee guida di gestione dei rischi", che nel 2013 sono state 
formalmente integrate con le linee guida del sistema di controllo interno. Il Cda è 
l'organo che definisce annualmente la natura e il livello di rischio compatibile 
con gli obiettivi strategici della Società. In ottemperanza a quanto richiesto dal 
Codice di Autodisciplina, il consiglio esamina periodicamente i principali rischi 
aziendali e, sulla base delle risultanze contenute nella relazione predisposta dal 
Comitato Controllo e Rischi, valuta almeno una volta all'anno, l'adeguatezza, 
l'efficacia e l'effettivo funzionamento del sistema di controllo interno e di 
gestione dei rischi. E' invece rimessa al Comitato sopra citato, la valutazione dei 
risultati esposti dal Revisore Legale nella relazione sulle questioni fondamentali 
emerse in sede di revisione e nell'eventuale lettera di suggerimenti. 
Il Cda ha attribuito all'Amministratore delegato la responsabilità di sovrintendere 
al funzionamento del sistema di controllo interno e di gestione dei rischi. L'AD, 
con il supporto del Chief Financial Officer
21
 e del Risk Officer
22
, cura 
                                                          
21
 Il CFO o direttore finanziario è il manager responsabile della gestione generale delle attività finanziare 
di un'azienda. È una delle cariche più importanti all'interno dell'azienda. 
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l'identificazione dei principali rischi aziendali, che vengono sottoposti 
periodicamente all'esame del Consiglio; esegue le linee guida del sistema di 
controllo interno e di gestione dei rischi, curandone la progettazione, la 
realizzazione, la gestione e verificandone l'adeguatezza e l'efficacia, così come 
l'adattamento alla dinamica delle condizioni operative e del panorama legislativo 
e regolamentare. 
La direzione Internal Audit svolge l'attività di internal auditing finalizzata a 
supportare il Cda e il Comitato Controllo e Rischi, nel perseguire il corretto 
funzionamento del sistema di controllo interno e di gestione dei rischi, 
facilitando così il conseguimento degli obiettivi aziendali. Al direttore di questa 
funzione, il Cda ha assegnato il compito di valutare l'adeguatezza e l'efficacia del 
complessivo sistema di controllo interno e di gestione dei rischi. Tale direzione 
riporta gerarchicamente al Cda, e deve tempestivamente informare l'AD e il 
Comitato Controllo e Rischi di eventuali problematiche relative al sistema di 
controllo interno e di gestione dei rischi. La funzione di IA, infatti, contribuisce 
al monitoraggio del sistema di controllo interno e gestione dei rischi, mediante lo 
svolgimento di un'attività di verifica e valutazione secondo un approccio risk-
based, i cui risultati sono presentati all'AD e al management aziendale. Con 
cadenza semestrale riferisce al Comitato Controllo e Rischi e al Collegio 
Sindacale in merito all'attività svolta, supportando nelle verifiche e valutazioni 
del sistema di controllo interno e di gestione dei rischi. 
Il processo di gestione dei rischi è coordinato dal Risk Officer che riporta 
gerarchicamente al Chief Financial officer. Questo dirigente supporta il 
management nella definizione della strategia complessiva e delle politiche di 
gestione del rischio e nell'analisi, identificazione, valutazione e gestione dei 
rischi stessi, nonché nella definizione e gestione del relativo sistema di controllo 
e di reporting. 
                                                                                                                                                                          
22
 Il Risk Officer è il dirigente responsabile di garantire l'efficace ed efficiente governo dei rischi più 
significativi, e delle opportunità ad essi correlate, relativi al business in cui l'azienda opera e ai suoi vari 
segmenti. 
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I responsabili di ciascuna Business Unit, direzione e divisione hanno la 
responsabilità di delineare, gestire e monitorare l'efficace funzionamento del 
sistema di controllo interno nell'ambito della propria sfera di responsabilità, in 
base alle linee guida dettate dal Cda e alle direttive ricevute per dare esecuzione a 
tali linee guida. In definitiva tutti i dipendenti, ognuno in relazione al proprio 
ruolo, contribuiscono ad assicurare un efficace funzionamento del sistema di 
controllo interno e di gestione dei rischi. Ricordiamo infatti che il processo di 
gestione del rischio si basa su un approccio di risk self assessment. 
Con riferimento alla gestione dei rischi finanziari a cui Edison è esposta 
(principalmente rischi su commodity e rischi di cambio), la struttura di 
governance dell'Energy Risk Management prevede che il Cda sia l'unico 
responsabile per l'approvazione dei limiti di rischio complessivi del gruppo. 
Nell'ambito del Comitato Rischi, a cui partecipano l'AD, il CFO e il Risk Officer, 
vengono definite le politiche
23
, supervisionati con periodicità minima mensile, i 
livelli di rischio assunti rispetto ai limiti approvati dal Consiglio e approvate le 
opportune strategie di copertura in caso di superamento di suddetti limiti. La 
Direzione Risk Office, che come abbiamo visto riporta al CFO, si occupa di 
istruire i temi per il Comitato Rischi, del controllo dei limiti e dei risultati delle 
coperture finanziarie effettuate. 
Al fine della corretta applicazione delle direttive aziendali e della riduzione dei 
rischi connessi al raggiungimento degli obiettivi aziendali, Edison si è dotata di 
un insieme di procedure che regolamentano i processi interni, disciplinando sia le 
attività svolte nell'ambito delle singole funzioni, sia i rapporti con le altre entità. 
 
Riassumendo il processo ERM in Edison viene svolto parallelamente allo 
sviluppo del budget e del piano strategico, secondo un approccio di tipo Risk Self 
Assessment, i cui risultati sono oggetto di comunicazione a scadenze prestabilite 
                                                          
23
 In linea con le best practices di settore la società ha adottato un documento di Energy Risk Policy, che 
fissa gli obiettivi e le linee guida della politica di gestione dei rischi per le attività in commodity del 
gruppo. 
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in sede di Comitato Controllo e Rischi e di Consiglio di Amministrazione. Il 
modello di gestione del rischio, si basa dunque sulle informazioni che 
provengono dalle singole unità operative e direzioni aziendali: ciascuna, nel suo 
specifico ambito di attività, procede ad una mappatura dei rischi secondo tre 
dimensioni che misurano l'impatto globale, la probabilità di accadimento e il 
livello di controllo. Per ciascuno dei rischi prioritari individuati, vengono 
assegnati un coordinatore e specifiche azioni di mitigazione. Nel corso dell'anno 
sono previsti aggiornamenti periodici per controllare l'andamento delle azioni di 
mitigazione stabilite. 
 
 
3.2 I risultati di una survey condotta da KPMG sulla situazione italiana
24
 
Nell'attuale contesto caratterizzato da un clima di generale incertezza, soprattutto 
a causa della crisi che ha interessato l'economica globale, è lecito e fondamentale 
chiedersi se le imprese, in particolar modo quelle quotate, dispongono di 
un'adeguata cultura e di idonei strumenti di gestione del rischio. L'esigenza di 
sviluppare processi decisionali maggiormente "informati" e di una maggiore 
responsabilizzazione sul governo dei rischi a tutti i livelli aziendali, la necessità 
di salvaguardare la reputazione sul mercato e di conformità al contesto legislativo 
e regolamentare, rappresentano le principali motivazioni che hanno spinto, in 
alcuni casi, o che, auspicabilmente, spingeranno, le imprese italiane a investire in 
sistemi di risk management. 
A tal proposito KPMG, network globale di società di servizi professionali, 
specializzato nella revisione e organizzazione contabile, nella consulenza 
manageriale e nei servizi fiscali, legali e amministrativi, ha condotto una ricerca 
finalizzata ad esaminare il grado di diffusione ed implementazione dell'Enterprise 
                                                          
24
 Estratto da "L'Enterprise Risk Management in Italia". Risultati della survey condotta in collaborazione 
con l'Osservatorio di Revisione della SDA Bocconi" prima e seconda edizione, reperibile presso il sito 
https://www.kpmg.com/IT/it/Pagine/default.aspx 
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Risk Management in Italia
25
. Dalle risposte ottenute emerge l'interesse del 
management verso il tema della gestione dei rischi, considerato dalla maggior 
parte degli intervistati, un processo essenziale per il miglioramento delle 
performance aziendali e la loro sostenibilità nel tempo.  
L'indagine condotta nel 2010 ha coinvolto la generalità delle aziende italiane 
quotate, appartenenti a tutti i settori di business. In particolare la survey si è 
focalizzata sui seguenti aspetti: 
 i principali driver di sviluppo dell'ERM; 
 i processi di identificazione, gestione e reporting dei rischi; 
 i principali benefici e le possibili aree di sviluppo future. 
Per quanto riguarda i principali driver di sviluppo dell'ERM, dalla ricerca è 
emerso che le società quotate hanno fatto, o faranno ricorso a programmi di risk 
management, principalmente per aumentare, a tutti i livelli organizzativi, la 
consapevolezza e la responsabilizzazione nella gestione dei rischi. Diversamente 
da quello che si può immaginare, la necessità di soddisfare requisiti previsti dalla 
legge, sembra avere scarsa influenza sulla decisione di avviare processi di risk 
management, dato che dalle risposte emerge che i vertici aziendali, ritengono 
opportuno dotarsi di processi strutturati di risk management, per usufruire dei 
benefici in termini di difesa della reputazione aziendale, creazione di valore per 
gli azionisti, riduzione di perdite e del rischio di volatilità dei risultati, oltre che 
migliorare le performance operative, piuttosto che per esigenze di mera 
compliance. 
Le società intervistate considerano cruciali, nella progettazione e realizzazione di 
un sistema di risk management, componenti quali l'identificazione dei rischi, la 
definizione di un assetto organizzativo e di governance e l'introduzione di un 
sistema di reporting. Altre componenti importanti risultano essere lo sviluppo di 
tecniche di misurazione dei rischi e l'ottimizzazione dei sistemi di controllo 
                                                          
25
 Ricerca condotta da KPMG in collaborazione con l'Osservatorio di Revisione della Scuola di Direzione 
Aziendale dell'Università Bocconi. Una prima edizione della survey è stata pubblicata nel 2010, mentre 
una seconda edizione nel 2012. 
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interno. Queste ultime però sembrano ancora poco esplorate e/o diffuse nella 
realtà italiana. Dalla survey, infatti, emerge che molte società si trovano nelle fasi 
preliminari dell'implementazione di un vero e proprio modello integrato di risk 
management
26
. 
L'identificazione e la mappatura dei rischi rappresenta una componente 
essenziale di qualsiasi modello di risk management, dato che permette di rilevare 
il portafoglio rischi dell'azienda, nonché la fase che viene solitamente svolta per 
prima nell'ambito del percorso implementativo. Dall'indagine emerge che per le 
società italiane i rischi maggiormente critici, in termini di minaccia al 
raggiungimento degli obiettivi della società, sono i rischi di mercato, di credito e 
reputazionale. Scarsa rilevanza viene invece attribuita ai rischi legati al 
terrorismo, ai cambiamenti climatici, alla criminalità e sicurezza e alle calamità 
naturali. Comunque sia, un dato confortante che emerge dall'indagine, è la 
convinzione che nessun fattore di rischio sia del tutto trascurabile ai fini del 
raggiungimento degli obiettivi aziendali. Per quanto riguarda la periodicità con 
cui viene effettuata/aggiornata la valutazione e mappatura dei rischi, si evidenzia 
che il 25% del campione vi provvede almeno una volta ogni tre mesi, un 42% su 
base almeno annuale, un 24% solo quando ritenuto necessario, e solamente il 9% 
non ha mai effettuato il proprio risk assessment. Questo testimonia l'importanza 
che le società quotate attribuiscono a questa fase molto delicata, specie in un 
contesto economico caratterizzato da frequenti mutamenti, e dal manifestarsi di 
nuove tipologie di rischi (cosiddetti rischi emergenti). La quantificazione dei 
rischi, infatti, rappresenta un aspetto fondamentale del processo ERM, in quanto 
è la fase in cui l'azienda assume la piena consapevolezza dei propri rischi. Essa 
deve essere vista non come un punto di arrivo, ma come un punto di partenza 
propedeutico per valutare le modalità di gestione più opportune e mirate. 
Governare i rischi significa innanzi tutto definire il livello di propensione al 
rischio (Risk Appetite) dell'impresa, vale a dire il massimo livello di rischio che è 
disposta ad accettare. Non esiste una regola predefinita per quantificare la 
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 Ricordiamo che questi risultati si riferiscono all'indagine condotta nel 2010 da KPMG. 
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propensione al rischio, che deve essere coerente con la strategia e gli obiettivi 
aziendali. Un efficace gestione dei rischi presuppone poi la definizione di un 
assetto organizzativo a tutti i livelli aziendali, che preveda una chiara definizione 
dei ruoli e una chiara attribuzione delle responsabilità di governo, monitoraggio e 
reporting dei rischi
27
. Lo strumento per eccellenza è rappresentato dalle Risk 
Policy, politiche di gestione dei rischi, che rappresentano lo strumento con il 
quale l'azienda declina le decisioni strategiche sul governo dei rischi, in decisioni 
operative. L'Amministratore Delegato è, nella maggior parte dei casi, il soggetto 
incaricato di deliberare in materia di rischi e, insieme al management di linea, 
assume anche il ruolo di principale risk owner. Dall'indagine condotta da KPMG, 
risulta che il modello di gestione del rischio più diffuso nel contesto italiano 
prevede:  
 la definizione delle politiche di risk management a livello centrale; 
 il decentramento, a tutti i livelli aziendali, della gestione operativa del 
rischio, coerentemente con gli indirizzi strategici. Responsabili della 
gestione del rischio sono le diverse business unit, divisioni o aree 
aziendali. 
Solo nel 5% dei casi, gli indirizzi e le politiche di risk management sono definite, 
attuate e gestite autonomamente dalle diverse business unit/aree aziendali, senza 
il coinvolgimento dei vertici aziendali. 
Per quanto riguarda il risk reporting, le società italiane, nonostante la crescente 
pressione normativa verso una più ampia disclosure in tema di risk management, 
sono poco propense a diffondere informazioni di tipo quantitativo e sull'assetto 
organizzativo (ruoli e responsabilità) definito a presidio dei rischi. Diversamente 
ritengono opportuno diffondere informazioni sulle politiche di risk management 
e sulle principali tipologie di rischio a cui sono esposte. In un'ottica interna, il 
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 Il processo di ERM necessita di una struttura centrale che abbia un ruolo di facilitazione, 
coordinamento e monitoraggio, e a cui siano attribuite le responsabilità di promuovere le politiche di risk 
management, supportare la promozione e la diffusione della cultura di gestione del rischio all'interno 
dell'azienda, nonché coordinare l'intero processo di risk management. 
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processo ERM deve assicurare un adeguato flusso informativo sui rischi a tutti i 
soggetti coinvolti nel processo di risk management. 
Con riferimento alla diffusione del modello ERM, circa la metà delle società 
intervistate ha già provveduto a definire formalmente un processo di ERM, 
mentre gran parte delle restanti ritiene necessario avviare un progetto ERM. Solo 
il 6% si dichiara non interessata allo sviluppo di un modello integrato di risk 
management, e questo è sicuramente un dato incoraggiante, che conferma 
l'importanza e il crescente interesse verso queste tematiche. Tra i principali 
ostacoli all'introduzione e allo sviluppo di un processo di ERM, emerge su tutti la 
carenza di tempo e di risorse da dedicare. Altre barriere/difficoltà 
all'implementazione sono: difficoltà di armonizzazione dei livelli di rischio 
accettabile tra le diverse unità organizzative e geografiche, non chiara definizione 
di ruoli e responsabilità in materia di gestione dei rischi, mancanza di 
competenze specialistiche, difficoltà di individuare rischi emergenti, mancanza di 
supporto del management, indisponibilità di dati e informazioni. 
Le società incluse nella survey indicano come principali benefici derivanti 
dall'introduzione di un modello ERM, la creazione di valore e la protezione o 
l'accrescimento della reputazione aziendale. Tutto ciò è confermato dal fatto che 
questi fattori, come indicato in precedenza, rappresentano anche le maggiori 
motivazioni che spingono un'azienda a implementare un processo di ERM. Altri 
benefici sono i seguenti: assicurare conformità a leggi e regolamenti, accrescere 
la trasparenza verso il mercato, assicurare un'efficiente allocazione delle risorse, 
evitare perdite e ridurre il rischio di volatilità dei risultati. 
 
Dall'indagine condotta risulta evidente che il risk management rientra senza 
dubbio tra le priorità nell'agenda del top management delle società quotate. Gran 
parte delle società intervistate infatti dichiara di voler intensificare o quantomeno 
non diminuire, gli investimenti nel processo di Enterprise Risk Management. In 
particolare le principali aree di investimento riguardano:  
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1. lo sviluppo di un modello integrato di risk management; 
2. piani di formazione in materia di risk management; 
3. introduzione di sistemi di reporting sui rischi e sulle azioni di mitigazione, 
in modo da supportare maggiormente i processi decisionali. 
 
I risultati della survey confermano che la gestione dei rischi è un tema di 
riconosciuta importanza, ma il percorso intrapreso dalle società italiane verso 
modelli avanzati di risk management è ancora ai primi passi. Finalmente la 
gestione del rischio non è più vista esclusivamente in ottica difensiva, ma 
l'intento è quello di fronteggiare i rischi e, ove possibile, tradurli in opportunità e 
vantaggi competitivi. In particolare cresce la consapevolezza che il risk 
management, rappresenta un fattore chiave per stabilizzare i percorsi di crescita 
delle aziende. 
 
Nel 2011 KPMG ha svolto un nuova survey, più mirata rispetto alla precedente 
ricerca del 2010, con l'obiettivo di analizzare il grado di implementazione dei 
processi di identificazione, valutazione, gestione e reporting dei rischi di impresa 
nelle società italiane quotate, ponendo particolare attenzione alla creazione e 
diffusione di nuove funzioni aziendali appositamente dedicate al risk 
management
28
, ai ruoli e alle responsabilità nell'ambito della gestione dei rischi 
(Risk Governance). Al fine di rendere il campione il più omogeneo possibile, gli 
istituti bancari e assicurativi non sono stati presi in considerazione, in quanto 
dotati di sistemi di risk management significativamente differenti rispetto agli 
altri settori
29
. La ricerca è stata condotta attraverso la somministrazione di un 
questionario. 
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 Dalla ricerca svolta precedentemente nel 2010, era emerso che meno del 50% selle società quotate 
rispondenti aveva identificato un soggetto o una funzione responsabile del processo di gestione dei rischi. 
Molte società si stavano dunque ancora interrogando sulla funzione interna a cui assegnare la 
responsabilità di coordinare il progetto ERM. 
29
 L'indagine ha coinvolto principalmente aziende italiane quotate appartenenti a tutti i settori di business, 
ad eccezione del settore bancario e finanziario, settori tradizionalmente più vicini a queste tematiche. 
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Dall'indagine emerge che gran parte delle società hanno identificato, o hanno 
intenzione di identificare nel prossimo futuro, una funzione centrale a cui 
attribuire la responsabilità del processo di gestione dei rischi
30
. Contrariamente a 
quanto si potesse pensare, gli obblighi normativi e quindi le esigenze di 
compliance, rappresentano un driver importante, ma non il principale. Le 
motivazioni dell'individuazione di una funzione responsabile del processo di risk 
management, sono infatti dettate principalmente da esigenze gestionali e di 
business. Altra importante motivazione è costituita dalle aspettative del mercato e 
degli azionisti, mentre in alcuni casi l'istituzione di una unità dedicata al risk 
management, è avvenuta su richiesta/suggerimento di enti regolatori, come la 
Consob
31
, organismi di controllo, come ad esempio il Collegio Sindacale
32
, 
società di revisione contabile e agenzie di rating. Le principali attività in cui è 
coinvolta questa funzione centrale sono: coordinare e monitorare le attività di 
gestione dei rischi, proporre linee guida e metodologie di analisi per la gestione 
dei rischi, predisporre report periodici sui rischi aziendali e sulle relative misure 
di contenimento, proporre azioni di fronteggiamento per i principali rischi 
rilevati, monitorare lo stato di avanzamento delle azioni di fronteggiamento 
pianificate, controllare il rispetto dei limiti di rischio stabiliti e supportare i 
processi decisionali. 
Le società che hanno adottato modelli integrati per la gestione dei rischi, si sono 
ispirate a framework/standard internazionali in tema di risk management. In 
particolare il CoSO ERM 2004 rappresenta il modello, il framework di 
riferimento più utilizzato. L'adozione e l'attuazione di modelli di risk 
management di riferimento, contribuiscono alla diffusione di un'adeguata cultura 
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 Per quanto riguarda la denominazione della funzione i nomi più gettonati sono: Group Risk Officer, 
Governance Risk and Compliance Officer, Chief Risk Offier o Risk Manager, Responsabile Internal 
Auditing, Dirigente Preposto. 
31
 La Commissione nazionale per le società e la Borsa (meglio nota con l'acronimo Consob), istituita con 
la legge 7 giugno 1974, n. 216, è un'autorità amministrativa indipendente, dotata di personalità giuridica e 
piena autonomia la cui attività è rivolta alla tutela degli investitori, all'efficienza, alla trasparenza e allo 
sviluppo del mercato mobiliare italiano. 
32
 Il Collegio Sindacale deve infatti vigilare sull'efficacia del sistema di controllo interno e di gestione dei 
rischi. 
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di gestione del rischio a tutti i livelli dell'organizzazione e forniscono un valido 
supporto allo sviluppo di processi decisionali maggiormente "informati". 
Per quanto riguarda la governance dei rischi, la prassi è quella di predisporre un 
modello di Risk Governance di gruppo, piuttosto che a livello di singola società. 
Inoltre gran parte delle società del campione si è dotata di policy di risk 
management il cui scopo è quello di definire le linee di indirizzo e i principi da 
adottare nella gestione dei rischi. 
Un numero limitato di società ha istituito un Comitato Rischi. Qualora questo 
comitato sia costituito, i soggetti aziendali più frequentemente presenti al suo 
interno sono l'Amministratore Delegato, il Chief Financial Officer e il Risk 
Manager. Il compito principale del Comitato è assicurare il presidio ed il 
monitoraggio della gestione dei rischi. 
Dal campione osservato emerge che la maggior parte delle società italiane, circa 
il 61% delle imprese intervistate, ha introdotto un processo sistematico ed 
integrato di Risk Assessment, che permette di identificare i principali rischi, e 
una porzione significativa del campione si dichiara intenzionata ad introdurlo nel 
prossimo futuro. Le metodologie di misurazione dei rischi impiegate nell'attività 
di valutazione, possono essere qualitative, quali-quantitative e statistiche. Gli 
approcci statistici come il VAR (Value at Risk) e il PAR (Profit at Risk) sono 
utilizzati raramente e per poche categorie di rischio. Le tecniche qualitative e 
quali-quantitative, come la scenario analysis e l'analisi di sensitività, sono invece 
più frequenti. Nel contesto italiano, dunque, le tecniche di tipo qualitativo 
prevalgono su quelle di tipo quantitativo, e nel ambito di quest'ultime, le tecniche 
basate su approcci statistici e distribuzioni di probabilità, risultano adottate 
prevalentemente dalle società del settore finanziario. 
In tutte le società i risultati della fase di risk assessment sono utilizzati da altre 
funzioni aziendali, tra cui, in particolare, dalla funzione di Internal Audit e dal 
Dirigente Preposto alla redazione dei documenti contabili e societari. L'internal 
audit utilizza queste informazioni per pianificare la propria attività, 
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predisponendo un piano di audit per identificare le priorità di intervento secondo 
un approccio risk based
33
. Il dirigente preposto utilizza i risultati della fase di 
assessment per adempiere agli obblighi di informativa sui rischi. Ricordiamo, 
infatti, che con il recepimento delle Direttive Europee 2003/51/CE (cosiddetta 
direttiva Modernizzazione)
34
 e 2004/109/CE (cosiddetta Transparency) 
35
, che 
hanno modificato il Codice Civile e il Testo Unico sulla Finanza, la disclosure 
sui rischi diventa un obbligo per tutte le società, non solo quotate, che operano in 
Italia.  
La raccolta delle informazioni e dei dati necessari alle fasi di individuazione e 
valutazione dei rischi, può avvenire con il supporto di tool informatici che, 
tuttavia, nel migliore dei casi risultano essere solo parzialmente integrati con i 
sistemi informativi esistenti. La maggior parte delle società intervistate invece 
non utilizza strumenti informatici a supporto della raccolta dei dati e delle 
informazioni, la quale può avvenire in maniera non strutturata e attraverso 
comunicazioni informali, oppure secondo una procedura formale e strutturata. 
Il reporting sui rischi è un elemento di grande importanza, in quanto fornisce 
informazioni sui principali rischi a cui la società è esposta e sulle relative azioni 
di risposta, favorisce la disclosure al mercato prevista dagli obblighi di legge ed 
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 L'approccio revisionale basato sui rischi si contrappone all'approccio classico basato sulle procedure di 
controllo. L'approccio risk-based, si basa sulla rilevazione di una mappa dei rischi aziendali (e in questo 
sono utili le risultanze della fase di risk assessment), al fine di verificare la capacità del controllo interno 
di prevenire il manifestarsi degli eventi rischiosi ovvero di ridurre l'impatto che tali fenomeni possono 
avere sull'economicità della gestione. 
34
 La direttiva 2003/51/CE (Modernizzazione), ha modificato, tra le altre cose, il testo dell'art. 2428 del 
codice civile relativo al contenuto della relazione sulla gestione. In particolare è stata inserita la richiesta 
di fornire una descrizione dei principali rischi ed incertezze a cui la società è esposta. Il recepimento di 
tale direttiva è avvenuto tramite D. Lgs. 2 febbraio 2007, n. 32. 
35
 La direttiva 2004/109/CE (Transparency), ha la finalità di armonizzare gli obblighi di trasparenza 
riguardanti le informazioni sugli emittenti i cui valori mobiliari sono ammessi alle negoziazioni in un 
mercato regolamentato. Con l'art. 154-ter "Relazioni finanziarie" del Testo unico della Finanza (TUF), il 
legislatore italiano ha dato attuazione alla Direttiva 2004/109/CE (c.d. Direttiva Transparency) in materia 
di informativa periodica. In sostanza l'articolo prevede che entro sessanta giorni dalla chiusura del primo 
semestre dell'esercizio, gli emittenti quotati aventi l'Italia come Stato membro d'origine debbano 
pubblicare una relazione finanziaria semestrale comprendente il bilancio semestrale abbreviato e la 
relazione intermedia sulla gestione. La relazione sul bilancio semestrale abbreviato del revisore legale o 
della società di revisione legale, ove redatta, è pubblicata integralmente entro il medesimo termine. Con 
riferimento all'informativa sui rischi, il comma 4 del suddetto articolo prevede che "la relazione 
intermedia sulla gestione contiene almeno riferimenti agli eventi importanti che si sono verificati nei 
primi sei mesi dell'esercizio e alla loro incidenza sul bilancio semestrale abbreviato, unitamente a una 
descrizione dei principali rischi e incertezze per i sei mesi restanti dell'esercizio". 
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agevola il compito di vigilanza sull'adeguatezza ed efficacia del processo di risk 
management. La maggior parte delle imprese del campione ha definito un 
processo di reporting periodico, prevedendo la differenziazione dei report in base 
ai destinatari. Tutte le tipologie di rischio, anche se con diversa frequenza e 
rilevanza, sono oggetto di uno specifico reporting. Del resto la crescente 
pressione normativa verso una più ampia disclosure al mercato in tema di risk 
management, spinge il vertice delle società a diffondere informazioni più 
dettagliate sui processi di gestione dei rischi e sui principali rischi a cui la società 
è esposta. 
Uno strumento molto utile, in particolar modo ai fini dell'attività di monitoraggio 
dei rischi, è rappresentato dai Key Risk Indicators (KRI), che rappresentano delle 
metriche usate dalle organizzazioni per segnalare tempestivamente variazioni nel 
livello di esposizione ai rischi. Nonostante l'importanza di questi strumenti, solo 
il 40% delle società del campione ha definito un cruscotto di indicatori sintetici 
di rischio finalizzati all'attività di monitoraggio dei rischi. Solitamente, nelle 
aziende che si sono dotate di questi indicatori, il loro aggiornamento avviene 
annualmente, e in alcuni casi mensilmente o ogni tre mesi. 
Dall'indagine è emerso che le attività di reporting e monitoraggio dei rischi 
aziendali, solitamente non sono supportate da tool informatici dedicati. Nella 
maggior parte dei casi, infatti, la raccolta delle informazioni e dei dati avviene 
sulla base di procedure formali e strutturate o tramite tool non integrati con i 
sistemi informativi esistenti. 
Dall'analisi condotta sul livello di maturità dei processi di risk management in 
Italia, si possono ricavare quelle che rappresentano importanti sfide future che le 
imprese dovranno affrontare: 
 istituzione di una funzione centrale responsabile del coordinamento delle 
attività di identificazione e valutazione dei rischi aziendali in un'ottica 
integrata; 
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 allineamento del processo di risk assessment con il processo di 
pianificazione strategica per meglio indirizzare i processi decisionali in un 
ottica di creazione e preservazione del valore; 
 implementazione di Key Risk Indicators finalizzati al monitoraggio della 
gestione dei rischi principali. Introduzione di un processo sistematico di 
definizione e approvazione dei piani di trattamento dei rischi principali, 
nonché definizione di un sistema di monitoraggio sull'avanzamento di tali 
piani. 
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Considerazioni conclusive36 
 
Il risk management rappresenta un elemento sempre più importante per il 
successo delle imprese. La gestione del rischio costituisce, infatti, una tematica di 
importanza vitale, dato che per preservare e creare valore e cogliere le 
opportunità del business, è necessaria la presenza, all'interno del sistema 
decisionale e di controllo delle organizzazioni, di competenze, strutture e risorse 
dedicate a queste importanti attività. Le società sono esposte a continui 
cambiamenti esterni, sono costrette ad affrontare numerosi rischi e devono essere 
in grado di definire efficaci piani di risposta. A tal proposito, per poter gestire i 
rischi adeguatamente, è necessario che il risk management non sia considerato 
come un processo isolato, un intervento "una tantum", ma piuttosto come un 
processo ciclico, anche in relazione ai cambiamenti dell'esposizione a rischi 
esistenti o a potenziali nuovi rischi determinati dall'evoluzione dell'attività 
aziendale e del contesto esterno di riferimento. 
Negli ultimi anni si è assistito a molti casi di crisi, che nelle situazioni più 
patologiche, hanno portato a dissesti, anche di rilevante entità. Un elemento 
molto ricorrente è il disallineamento tra profili di rendimento e profili di rischio, 
nell'ambito dei sistemi decisionali e di controllo delle aziende. La forte enfasi 
data alla necessità di raggiungere obiettivi e risultati nel breve periodo, infatti, 
spesso lascia poco spazio alla valutazione e quantificazione dei rischi associati 
alle diverse scelte aziendali. Tutto questo ha portato, come logica conseguenza, 
ad una crescente attenzione ed interesse verso le tematiche di valutazione e 
gestione del rischio, ovvero verso ciò che viene definito risk management. Le 
recenti turbolenze hanno inoltre messo in evidenza, con riferimento a quelle 
realtà dotate di sistemi di risk management, la necessità di rivedere i criteri e le 
logiche della gestione del rischio. Questo discorso vale sia per i settori 
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 Estratto da "L'importanza del risk management per il successo delle imprese", articolo di Marco 
Giorgino, Ordinario di Finanza Aziendale e Risk Management, Politecnico di Milano e MIP, pubblicato 
in data 03 giugno 2013 sul sito www.ict4executive.it. 
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tradizionalmente vicini alla disciplina del risk management, come banche ed 
assicurazioni, ma anche per quelle realtà industriali e commerciali, che 
tradizionalmente, sono meno vicine alle logiche di analisi e gestione dei rischi. In 
tali settori, infatti, il modello di risk management, quando presente, è spesso 
costruito in virtù di esigenze di compliance a leggi e regolamenti, e con presidi 
poco coordinati o isolati. Tutto questo contribuisce a rendere il risk management 
poco funzionale alle esigenze di previsione e controllo della performance. 
Il risk management, come abbiamo avuto modo di vedere nel corso di questo 
lavoro, è comunemente definito come l'insieme di tutte le attività e azioni 
intraprese dalle aziende, al fine di controllare e ridurre il livello di rischio 
associato alle varie linee di business e, in generale, all'impresa nel suo 
complesso
37
.  
Dobbiamo però fare una precisazione. E' errato pensare che il rischio sia soltanto 
negativo (downside risk), accezione di rischio comunemente adottata, dato che 
l'innovazione e la capacità di cambiamento, che per definizione sono portatori di 
rischio, sono al tempo stesso generatori di opportunità (upside risk). Adottare una 
connotazione esclusivamente negativa del rischio, potrebbe portare 
all'immobilismo decisionale e a non cogliere occasioni ed opportunità che magari 
nel tempo, potrebbero rivelarsi di successo. Per queste ragioni è errato pensare 
che evitare il rischio sia per definizione la strategia vincente. Thomas A. Stewart, 
in un articolo pubblicato sulla rivista "FORTUNE Magazine" intitolato 
"Managing Risk in the 21st Century", afferma che l'essenza della gestione del 
rischio non è la sua completa eliminazione, che comporterebbe l'eliminazione di 
ogni possibilità di rendimento. Il punto è quello di gestire i rischi, cioè valutare e 
decidere dove e come poter scommettere consapevolmente (dove piazzare le 
scommesse, dove coprire le scommesse e dove evitare del tutto di scommettere). 
Sebbene la maggior parte degli strumenti di risk management, come 
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 In sostanza attraverso il risk management si mira ad identificare i rischi associati alle scelte, strategiche 
ed operative dell'azienda, e a prendere decisioni circa le modalità più idonee per trattare tali rischi. 
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assicurazione, hedging
38
, diversificazione, ecc., sia finalizzata alla riduzione delle 
perdite, l'obiettivo dovrebbe essere quello di massimizzare i guadagni, i 
rendimenti, a fronte dei rischi che si assumono.
39
 
Anche Ernst & Young condivide questa impostazione. Rischiare costituisce 
l'essenza dell'attività imprenditoriale e del business; la decisione di non correre 
nessun rischio, porta a non ottenere alcun rendimento. Secondo E&Y, essere 
dotati di un buon sistema di risk management, non significa evitare tutti i rischi, 
ma piuttosto significa essere informati, consapevoli e coerenti in tutte le decisioni 
e le scelte finalizzate al contenimento dei rischi stessi e al raggiungimento degli 
obiettivi. In tutto questo un elemento fondamentale è avere conoscenza e 
consapevolezza delle propria propensione al rischio. A tal proposito E&Y 
utilizza una metafora particolarmente eloquente: "disegnare un sistema di risk 
management senza valutare e definire la propria propensione al rischio, equivale 
a progettare un ponte senza conoscere l'ampiezza del fiume che vi scorrerà 
sotto." Esposizione al rischio, tolleranza al rischio e limiti di rischio, sono 
dunque elementi che dovrebbero essere ben conosciuti e valutati in ciascuna fase 
della vita d'impresa.
40
 
L'azienda, oltre a stabilire il livello di risk appetite, che ricordiamo indica il 
massimo livello di rischio che l'azienda è disposta ad assumersi, potrebbe 
stabilire, all'interno della propria propensione al rischio, dei limiti di rischio verso 
l'alto e verso il basso. Il risk target dovrebbe attestarsi tra queste due soglie. 
Utilizzando questi parametri, e monitorando costantemente il livello di 
esposizione complessivo dell'azienda, è possibile individuare la risposta migliore: 
se l'attuale livello di esposizione eccede la risk appetite, allora è necessario 
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 Strategia di risposta al rischio finalizzata a ridurre il profilo di rischio di un investimento attraverso 
l'utilizzo di strumenti derivati quali opzioni, contratti future ecc. L'utilizzo di tali strumenti finanziari 
consente di ridurre la volatilità di un portafoglio riducendo di conseguenza la possibilità di perdite. 
39
 "... The point of risk management isn't to eliminate it; that would eliminate reward. The point is to 
manage it--that is, to choose where to place bets, where to hedge bets, and where to avoid betting 
altogether. Though most risk-management tools--insurance, hedging, diversification, etc.--have to do 
with reducing loss, the goal is to maximize the gains from the risks you take ...". "Managing Risk In the 
21st Century" by Thomas A. Stewart February 7, 2000, Fortune Magazine. 
40
 Tratto da "Enterprise risk management. Integrazione, efficienza, valore", brochure reperita sul sito di 
Erns & Young Italia, alla sezione advisory. 
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ridurre il rischio netto o residuale, per rientrare nei limiti della propensione al 
rischio; un livello di esposizione al di sotto del limite verso il basso, potrebbe 
indicare la necessità di assumersi maggiori rischi nella gestione, a meno che il 
livello dei rendimenti non sia adeguato; qualora l'esposizione al rischio eccedesse 
il limite verso l'alto, l'azienda dovrebbe cercare di attenuare il rischio, a meno che 
i rendimenti giustifichino quel livello di esposizione.  
Il risk management nel tempo ha subito un'evoluzione, infatti da una visione 
estremamente assicurativa del rischio, che ha portato alla ricerca di un suo 
trasferimento verso l'esterno, in primis verso il mondo delle assicurazioni, si è 
passati ad una visione più gestionale, in virtù della necessità di trattare il rischio 
in modo più attivo. Inoltre si riscontra un progressivo allargamento delle 
tipologie di rischio a cui un'impresa è esposta. Tutto questo ha portato ad 
un'evoluzione anche delle competenze e delle professionalità che si rendono 
necessarie, per svolgere il ruolo di risk manager. Si richiede una conoscenza 
approfondita del business e dei suoi processi chiave, ma anche dei mercati 
finanziari dove si possono trovare risposte alle esigenze di copertura di certe 
tipologie di rischi; inoltre è necessaria una solida base quantitativa a supporto dei 
modelli per la misurazione e la gestione del rischio.  
Con riferimento a questa evoluzione dell'approccio alla gestione dei rischi, è 
interessante osservare che un modello di risk management efficace deve 
consentire l'identificazione e la valutazione dei principali rischi, ma è altrettanto 
importante monitorare nel tempo l'esposizione a tali rischi, in modo da poter 
rilevare eventuali fenomeni ed eventi che possono portare a significative 
variazioni del livello di rischio. Per questo motivo diventa fondamentale la 
costruzione di un cruscotto di monitoraggio dei Key Riks Indicators (indicatori di 
rischio). Sviluppare adeguati KRI permette alle imprese di monitorare 
costantemente la gestione dei rischi che potrebbero influenzare il raggiungimento 
degli obiettivi aziendali. Tale strumento è esplicativo del passaggio da una logica 
"reattiva", di risposta al manifestarsi dei rischi, ad un approccio "predittivo" al 
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governo dei rischi, adottando quindi un atteggiamento proattivo
41
. Intercettare e 
monitorare fenomeni e fattori che predicono un rischio, consente all'azienda di 
organizzare le contromisure più adatte in maniera tempestiva.  
Sulla base di queste considerazioni, possiamo individuare alcuni elementi che 
rendono il risk management una vera e propria priorità: 
 la globalizzazione dei mercati e le stringenti esigenze di competitività, 
fanno si che le imprese debbano confrontarsi quotidianamente con i 
problemi di incertezza e volatilità dei risultati; 
 la comunità finanziaria in particolare, e tutti gli stakeholder in generale, 
mettono sempre più sotto pressione le imprese. Ci si aspetta, infatti, che 
queste siano in grado di prevedere, analizzare e gestire i rischi, sopratutto 
quelli emergenti e che possono avere un impatto devastante sullo 
"standing"
42
 e sulla reputazione dell'impresa; 
 la fiducia è destinata a diventare uno degli elementi di maggior 
importanza, se non il più importante, nel rapporto tra impresa e mercato. 
Per questo motivo è fondamentale l'introduzione di sistemi di risk 
management idonei a prevenire patologie aziendali o collassi, e ad 
affermare un'etica all'interno dell'organizzazione. 
 
Una ricerca condotta su un segmento molto importante del sistema 
imprenditoriale italiano, quale quello delle piccole e medie aziende, evidenzia 
quali sono le tipologie di rischio percepite come più rilevanti, distintamente per 
tre categorie: rischi strategici, rischi finanziari e rischi operativi
43
. Nell'ambito 
                                                          
41
 Avere un "approccio proattivo" significa riorganizzarsi sia dal punto di vista tecnologico che delle 
metodologie e soprattutto delle competenze, in modo che il sistema impresa sia in grado di percepire 
anticipatamente le tendenze ed i cambiamenti futuri per pianificare le azioni opportune in tempo. 
L'opposto di "proattivo" è "reattivo" : avere un "approccio reattivo" significa essere capaci di reagire ad 
un evento, ma non di prevederlo anticipatamente. Pertanto, l'impresa ed il management non sono in 
condizioni di predisporre anticipatamente un piano d'azione né possono tentare di controllare la causa 
dell'evento: reagiscono solo dopo che l'evento è già entrato in collisione con il sistema impresa.  In 
conclusione, essere reattivi significa accorgersi dei cambiamenti quando sono già in atto.  
42
 Lo standing è un termine inglese che non ha una traduzione ufficiale in italiano, che viene utilizzato per 
indicare il modo di porsi, la prima impressione che un soggetto trasmette. 
43
 Fonte: Osservatorio Risk Management PMI Italiane, Politecnico di Milano, 2012. 
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dei rischi strategici, sono percepiti come rilevanti i rischi di concentrazione del 
portafoglio, sia da un punto di vista di mercato che da un punto di vista di 
prodotto, i rischi regolamentari, ovvero di adeguamento e compliance alla 
normativa, e i rischi reputazionali, elemento di novità che sta emergendo negli 
ultimi anni. Nell'ambito dei rischi finanziari si segnalano i rischi di credito, inteso 
come deterioramento delle posizioni creditorie (peraltro tema di grande criticità 
in questo periodo), come conseguenza dell'incremento della probabilità di 
insolvenza delle controparti, i rischi di liquidità e quelli di tasso di interesse. 
Nell'ambito dei rischi operativi spiccano i rischi associati alla strutturazione dei 
processi aziendali e quelli legati alle risorse umane e quindi alla condotta di 
manager e dipendenti. 
Ritornando al discorso precedente, si è detto che negli ultimi anni si è alzato il 
livello di attenzione e, di conseguenza, il volume di risorse dedicato alle attività 
di risk management. Possiamo individuare due principali fattori che hanno spinto 
verso tale evoluzione: 
1. innanzi tutto i fattori normativi e regolamentari. Spesso, infatti, la risposta 
alle crisi o ai fallimenti di grandi aziende o di importanti istituzioni, è una 
risposta regolamentare. A fronte delle recenti crisi, alcuni settori sono stati 
oggetto di una revisione significativa del sistema regolamentare, e spesso 
il contenuto di queste innovazioni normative, si focalizza sulla disciplina 
dell'assunzione, misurazione e gestione dei rischi; 
2. ci sono poi fattori economici e finanziari, dato che generalmente le novità 
sul piano regolamentare, sono la risposta all'evoluzione di questi fattori. In 
questi casi, ovviamente, i comportamenti delle aziende non sono forzati da 
norme, ma sono guidati da valutazioni discrezionali. Se consideriamo la 
maggiore integrazione fino, in alcuni casi, alla globalizzazione dei 
mercati, questo è un esempio di come fattori economici espongono le 
aziende a rischi che magari fino a quel momento non erano stati 
considerati. Altro esempio è la crescente difficoltà nella gestione delle 
posizioni creditorie, a causa della forte crisi che affligge ampi comparti 
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dell'economia. Questo fattore ha portato molte azienda a affinare, anche 
con risorse dedicate, i processi di selezione e monitoraggio della clientela.  
Questa distinzione tra fattori regolamentari e fattori economici è importante in 
quanto, denota la differenza tra chi è obbligato a implementare sistemi di 
gestione dei rischi, perchè deve aderire a norme e codici, e chi invece decide di 
spontanea volontà di dotarsi di un sistema di risk management, alla luce degli 
effetti postivi che può portare. Risulta evidente quindi che i settori regolamentati, 
da questo punto di vista, hanno una spinta in più a dotarsi di sistemi di gestione 
del rischio. 
 
Alla luce di quanto abbiamo detto risulta evidente come la funzione di risk 
management all'interno delle organizzazioni aziendali, stia assumendo una 
rilevanza significativa. A tal proposito alcuni suggerimenti potrebbero supportare 
nel definire il ruolo di tale funzione in modo costruttivo: 
 la funzione deve contribuire alla creazione di valore, pertanto nell'ambito 
del sistema decisionale dell'azienda, la valutazione dei rendimenti non può 
prescindere dalla determinazione del rischio ad essi associato. Per questo 
sono sempre più diffusi indicatori risk-adjusted per la misurazione delle 
performance aziendali; 
 la funzione deve essere coinvolta nei processi di pianificazione strategica, 
per cui nel momento in cui il top management dell'azienda prende 
decisioni strategiche, l'attività di risk management deve dare il suo 
contributo, al fine di indirizzare la decisione verso l'alternativa che 
presenta il miglior profilo rischio-rendimento; 
 per quanto riguarda la collocazione più corretta di questa funzione, 
affinché possa assolvere nel modo migliore al suo ruolo, si deve tener 
conto che da un lato, è necessario che supporti il processo decisionale, e 
dall'altro essa deve fungere da elemento di garanzia affinché le risk 
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policies definite dal Cda, siano rispettate nello svolgimento delle attività 
aziendali e nei processi decisionali; 
 il rischio per poter essere gestito deve essere identificato. A tal proposito è 
fondamentale che la funzione sia dotata di risorse e competenze adeguate, 
al fine di garantire l'efficacia delle fasi di identificazione e valutazione dei 
rischi, in modo tale da definire le modalità di gestione più opportune, 
ovvero le strategie più adatte per trattare il rischio. Come si è 
precedentemente osservato, infatti, il rischio non deve essere meramente 
trasferito all'esterno, ricorrendo a polizze assicurative o strumenti del 
mercato finanziario, ma deve essere gestito in maniera attiva dall'azienda 
al fine di individuare soluzioni per ridurlo. Per questo è importante 
l'analisi e la mappatura dei processi aziendali, in modo da cogliere 
l'origine di ogni fattore di rischio, al fine di agire in maniera mirata per 
ridurne la probabilità di accadimento o l'impatto eventuale; 
 essendo la funzione parte integrante dell'impresa, essa non deve rimanere 
statica nel tempo. In altre parole, è opportuno che essa si evolva nel 
tempo, alla luce, da un lato, dell'evoluzione del modello di business e dei 
processi dell'impresa, e, dall'altro, dei cambiamenti che intercorrono nei 
mercati finanziari e nei sistemi economici, e più in generale nel contesto 
in cui l'azienda opera. 
 
In definitiva possiamo osservare che oggi sempre più, è necessaria la presenza 
nei sistemi decisionali e di controllo delle aziende, di  competenze, risorse e 
attività dedicate alla gestione del rischio, in modo da non perdere mai di vista il 
profilo di rischio associato all'azienda. E', però, altrettanto fondamentale, che tale 
presenza non sia dovuta soltanto ad esigenze di conformità a obblighi normativi 
o all'intento di costruire soluzioni di facciata per mandare un messaggio 
all'esterno. L'attenzione al tema del risk management, non deve essere 
meramente formale o un operazione di "cosmetica aziendale", ma deve essere 
sostanziale e segno dell'effettiva importanza che in azienda gli viene 
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riconosciuta. In altre parole è necessario affermare e diffondere una nuova 
cultura organizzativa, proiettata verso una crescita sostenibile, attraverso la 
consapevolezza dell'importanza del gestire i rischi. La corretta ed efficace 
progettazione e implementazione di un sistema di risk management, contribuisce 
alla creazione di valore, non solo attraverso la riduzione dei costi, la 
stabilizzazione dei risultati, o la riduzione della volatilità degli stessi, ma anche 
favorendo la preservazione o il miglioramento delle reputazione dell'azienda sul 
mercato. E' dunque necessario che le aziende realizzino sistemi di 
identificazione, valutazione, gestione e monitoraggio dei rischi, estesi a tutti i 
livelli organizzativi, a tutte le aree e processi aziendali, dato che i rischi possono 
nascondersi ovunque. In questa prospettiva, l'idea di un risk management 
delimitato all'interno dei confini di una funzione organizzativa isolata dal resto 
dell'azienda, rappresenta un'idea oramai superata dalla complessità dello scenario 
attuale. 
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