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ИНФОРМАЦИОННАЯ БЕЗОПАСНОСТЬ РЕСПУБЛИКИ БЕЛАРУСЬ:  
СОСТОЯНИЕ И ПЕРСПЕКТИВЫ 
 
Формируемое в мировом масштабе информационное общество представляет собой новый 
этап развития цивилизации с преобладанием знаний и информации, воздействием информаци-
онных технологий на все сферы человеческой деятельности. Кардинально повышается роль 
информационных технологий в реализации прав и свобод граждан. Трансформация социума в 
информационное общество порождает новые риски, вызовы и угрозы, которые напрямую за-
трагивают вопросы обеспечения национальной безопасности. 
Основными угрозами информационной безопасности (ИБ) в соответствии с Концепцией 
национальной безопасности Республики Беларусь являются следующие: 
– деструктивное информационное воздействие на личность, общество и государственные 
институты, наносящее ущерб национальным интересам; 
– нарушение работы критически важных объектов информатизации; 
– недостаточные масштабы и уровень внедрения передовых информационно-коммуника- 
ционных технологий; 
– снижение или потеря конкурентоспособности отечественных информационно-комму- 
никационных технологий, информационных ресурсов и национального контента; 
– утрата либо разглашение сведений, способных причинить ущерб национальной безо-
пасности. 
На государственном уровне осуществляется мониторинг, анализ и оценка состояния ИБ, 
применяются индикаторы оценки ее состояния. Определяются приоритетные направления пре-
дотвращения угроз ИБ, минимизации их деструктивного воздействия и локализации последст-
вий. Разрабатывается и реализуется комплекс мер стратегического и тактического характера по 
предупреждению и нейтрализации информационных рисков, вызовов и угроз. 
Первоочередными мероприятиями по реализации государственной политики обеспечения 
ИБ являются следующие: 
– разработка и внедрение механизмов реализации правовых норм, регулирующих отно-
шения в информационной сфере; 
– принятие и реализация программ, регламентирующих доступ к открытым информаци-
онным ресурсам государственных органов Республики Беларусь, иной открытой социально 
значимой информации; 
– повышение правовой культуры и компьютерной грамотности граждан; 
– комплексное противодействие угрозам информационной войны; 
– создание безопасных информационных технологий для систем; 
– пресечение компьютерной преступности; 
– системы подготовки кадров в области обеспечения информационной безопасности Рес-
публики Беларусь; 
– гармонизация отечественных стандартов в области информатизации и обеспечения ИБ; 
– участие Республики Беларусь в международных соглашениях, регулирующих на равно-
правной основе мировой информационный обмен, в создании и использовании глобальных ин-
формационных сетей и систем. 
Одним из приоритетных направлений деятельности уполномоченных государственных 
органов является профилактика киберпреступности, основанная на популяризации среди насе-
ления, прежде всего молодежи, нетерпимости к асоциальному поведению в информационном 
пространстве, проведении разъяснительной работы в средствах массовой информации и сети 
«Интернет». 
 
 
 
 
