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 Perkembangan teknologi internet umumnya dunia maya tentu saja tidak
selamanya menghasilkan hal-hal yang positif, selain membawa keuntungan, teknologi
internet juga membawa dampak-dampak negatif yang merupakan efek sampingnya
antara lain adalah timbulnya kejahatan di dunia maya atau lebih dikenal dengan
kejahatan dunia maya (cyber crime). Terkait dengan dampak negatif yang
ditimbulkan dari perkembangan IPTEK di Indonesia yaitu salah satunya muncul
tindak pidana hacking yang selanjutnya diatur dalam Pasal 30 ayat (1) jo. Pasal 46
ayat (1) Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi
Elektronik. 
 Penulisan skripsi ini bertujuan untuk menjelaskan faktor-faktor penyebab
terjadinya kejahatan mengakses komputer atau sistem elektronik milik orang lain
dengan melawan hukum (hacking), dan upaya-upaya pencegahan serta
penanggulangannya. 
 Untuk memperoleh data di dalam penulisan skripsi ini dilakukan penelitian
kepustakaan. Penelitian kepustakaan dilakukan dengan mempelajari buku-buku dan
peraturan perundang-undangan yang berkaitan dengan pembahasan ini. Semua data
yang telah terkumpul diolah dan  dianalisis menggunakan pendekatan kualitatif. 
 Berdasarkan hasil penelitian diketahui bahwa faktor-faktor penyebab 
terjadinya hacking adalah faktor keamanan, faktor kesadaran hukum dari masyarakat,
faktor sosial dan budaya, faktor ekonomi dan faktor penegak hukum. Upaya
penanggulangannya berupa modernisasi pada hukum pidana formil maupun materil,
mengaktifkan sistem keamanan pada komputer, meningkatkan kepekaan masyarakat
terhadap tindak pidana hacking, pelatihan bagi penegak hukum untuk mendalami dan
mempelajari tentang tindak pidana hacking. 
 Disarankan kepada aparat penegak hukum dibekali dengan keahlian khusus
dalam melakukan penyelidikan dan penyidikan guna memperlancar proses
pembuktian tindak pidana hacking dan kepada masyarakat diharapkan untuk dibekali
dengan sosialisasi tentang hacking itu sendiri.
