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Abstrakt: 
Bakalářská práce podává základní informace o řešení problému s kvalitou sluţeb 
(Quality of Service – QoS) v návaznosti na VoIP telefonii. VoIP technologie a obecně i 
jiné multimediální aplikace zaţívají v posledních letech nevídaný růst. Je to dáno 
poptávkou uţivatelů internetu po nových interakčních aplikacích nabízejících přenos 
hlasu a streamovaného videa. Tyto nové zvyklosti nesou poměrně velké nároky na sítě 
z hlediska podpory QoS. Proto bylo nutno vyvinout mechanismy, které docílí 
stanovených parametrů QoS v jednotlivých kategoriích sluţeb.   
První část práce pojednává teoreticky o protokolech pouţívaných v IP telefonii. Druhá 
část je věnována samotnému QoS, parametrům QoS a dvěma základním metodám pro 
zajištění QoS. V poslední části práce je teoreticky rozebrána podpora QoS ve Wi-Fi s 
hlavním zaměřením na nové technologie zajištění QoS definované standardem 802.11e. 
Následuje simulace různých nastavení mechanismů pro zajištění kvality sluţeb pomocí 
výkonného simulačního nástroje Opnet Modeleru a jejich vyhodnocení.   
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Abstract: 
The bachelor’s thesis gives the basic information about the solution of a problem with 
Quality of Service in sequence with the VoIP telephony. In a few last years the VoIP 
technologies and basically the other multimedia applications have unbelievable grow. It 
is caused by a big demand internet user’s for the new interactive applications offering 
voice transfers and streaming video. These new habits bring quite big requests on 
networks from the side of QoS. That is why, it was necessary to develop new methods, 
which reach requested parameters of QoS in single categories. 
 
The first part discuss theoretically about protocols used in the VoIP telephony. The 
second part presents QoS, parameters of QoS and two basic methods for guarantee QoS. 
In the last part of the bachelor’s thesis is theoretically described the QoS support in Wi-
Fi with the main aim on new technologies QoS reservation defined in the 802.11e. The 
following simulations and the results of the different settings parameters QoS are made 
by the powerful simulating software Opnet Modeler. 
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VoIP (Voice over Internet Protocol) technologie jsou stále více ţádanější na trhu 
telekomunikací pro svou značnou úsporu nákladů na telefonování. Pracují na principu 
přenosu digitalizovaného hlasu pomocí IP sítě. Cílem této práce je podat základní 
informace o QoS (Quality of Service) pouţívané pro VoIP komunikaci a zmapovat 
konkrétní metody zajištění dohodnuté QoS, jak v sítích LAN, tak i v bezdrátových sítích 
standardu 802.11. Práce je tématicky rozdělena na pět kapitol. Postupně se zabývá 
protokoly pouţívanými pro VoIP komunikaci, dále pojednává o základních parametrech 
QoS pro VoIP. Následně jsou rozebrány dvě základní metody pro zajištění stanovené 
QoS, pouţívané většinou v sítích typu LAN. Následuje krátká prezentace softwaru 
Opnet Modeler (OM), který nabízí bohaté moţnosti v oblasti návrhu a simulací nejen 
počítačových sítí. Dále je bakalářská práce zaměřena na řešení problému QoS v sítích 
WLAN. Problematika je zpracována jak teoreticky, tak i prakticky. Simulace byly 
uskutečněny pomocí Opnet Modeleru v navrhnuté bezdrátové síti. Nastudované 









2 Protokoly pouţívané VoIP 
V dnešní době je na trhu několik protokolů, které se vyuţívají pro VoIP technologie. 
Následující kapitola rozebírá dva základní protokoly uţívané pro VoIP komunikaci, a to 
starší H.323 protokol a novější SIP a s ním spojený RTP a RTCP protokol.  
2.1 H. 323 
Standard H.323, plným názvem Visual Telephone System And Equipment For Local 
Area Network Which Provide a Non Guaranteed Quality of Service, je Voice over IP 
protokol definovaný Mezinárodní telekomunikační unií (ITU).  
H.323 je všeobecný standard pro přenos audiovizuálních dat v prostředí IP bez 
definované Quality of Service (QoS), je to binární protokol. Pro přenos dat vyuţívá 
sluţeb protokolu TCP. Tento protokol zajišťuje spolehlivý přenos mezi jednotlivými 
účastníky spojení. Samotný standard H.323 se pak sám odkazuje na další standardy, 
například na H.261 a H.263 pro fungování video kodeků, na G.711, G.722, G.728, 
G729 a G.723 pro fungování audio kodeků, a na T.120 jako multimediální protokol pro 
přenos dat atd. Protokol H.323 obsahuje celou rodinu následujících protokolů: 
 H.323 – popis architektury 
 IP – Internet Protocol 
 TCP – Transmission Control Protocol 
 UDP – User Datagram Protocol 
 H.225.0 – hovorová signalizace 
 H.245 – protokol pro řízení volání 
 H.235 – bezpečnostní a ověřovací mechanismy 
 H.245 – signalizace multimediálních koncových zařízení 
 RTP –  Real Time Transport Protocol - protokol pro přenos multimediálních 
dat v reálném čase 
 RTCP – Real Time Transport Control Protocol - protokol, který ovládá RTP 
protokol 
 H.450.x – doplňkové sluţby (např. Call transfer, diversion, hold) 
 H.332 – vytváření větších konferencí 
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2.1.1 Historie  
Protokol H.323 vznikl původně spojením výhod jiţ dříve existujících standardů H.320 a 
H.324 pro komunikaci ISDN a POTS. Standard H.320 vyvolal po svém přijetí v roce 
1990 rozvoj ve videokonferenčním průmyslu a jeho nezměněná podstata zůstává do 
dnes. V prvních krocích vývoje H.323 se jasně ukázalo, ţe standard má moţnosti 
pokrytí jak hlasu tak i videokomunikačních systémů. Pro programátory technologie 
H.323 a jí podřízených technologií  bylo důleţité, ţe protokoly neobsahují jen přínosy 




První verze byla vydána v květnu roku 1996 a byla spíše zaměřena na potřeby 
videokonferencí v počítačové síti. Ovšem v té době byl větší zájem o pouze telefonii, 
tak bylo nutné přijít s novou verzí, zaměřenou více na VoIP.  
 
H.323 v2  
Druhá verze vyšla v lednu 1998 a zde jiţ byla dříve zmiňovaná vyšší podpora telefonie. 
Hlavními novinkami oproti první verzi bylo rychlejší navazování spojení, podpora 
zabezpečení, integrace datových sluţeb, identifikace volajícího a přesměrování hovorů.  
 
H.323 v3  
V září 1999 vyšla jiţ třetí verze. Ta byla rozšířena o řadu doplňkových sluţeb jako je 
přidrţení hovoru, čekající volání a zprávy.  
 
H.323 v4  
V listopadu 2000 byla oficiálně uvedena čtvrtá verze, která zajišťovala větší 
spolehlivost, snazší rozšiřitelnost a větší ohled na velké sítě, coţ bylo základním 
předpokladem pro rozvoj v oblasti páteřních sítí telekomunikačních operátorů.  
 
H.323 v5  
Ve verzi 5 z roku 2003 byla vylepšena podpora protokolové sady TCP/IP. Dále byl 
kladen důraz na dobrou stabilitu, provedeny jen drobné úpravy.  
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H.323 v6  
Poslední verze 6, která je současnou aktuální, byla oficiálně přijata v červnu 2006. Opět 
přinesla jen drobné úpravy, v oblasti náhradního správce. Hlavní příčinou jen drobných 
změn v posledních upgradech H.323 je to, ţe více zlepšení je prováděno pomocí GEF - 
Generic Extensibility Framework, coţ umoţňuje zasahování a zlepšování vlastností bez 
nutnosti změny původního protokolu. Tímto způsobem přidané vlastnosti nám popisují 
dokumenty H.460.x   
 
2.1.2 Architektura H.323 
Architektura protokolu H.323 je definovaná 4 následujícími základními komponenty: 
terminal, gateway, gatekeeper a multipoint control unit (MCU).  
 terminal - je základní a jedinou povinnou sloţkou sítě. Podporuje audio sluţby 
a případně můţe podporovat video nebo datové sluţby. Komunikuje s ostatními 
terminály v síti.  
 gateway - zabezpečuje propojení s jinými sítěmi, například s ISDN. Překládá 
jednotlivé protokoly, je koncovým bodem sítě H.323 a zajišťuje v reálném čase 
komunikaci mezi koncovým zařízením v H.323 síti a koncovým zařízením v jiné 
síti. 
 MCU - zajišťuje skupinovou komunikaci 3 a více terminálů  
 gatekeeper - název lze například přeloţit jako spojovatelka. Správce sítě H.323. 
V síti můţe být maximálně jeden. Na starost má autorizaci, autentizaci, překlad 
telefonních čísel na IP adresy, kontrolu aktivity koncových zařízení, účtování 
sluţeb atd.  
 
Od protokolu H.323 se jiţ postupně odstupuje pro jeho sloţitost, avšak stále má velký 
význam v oblastech VoIP. Nastupující SIP je flexibilnější a jednodušší. Vyuţívá 






SIP (Session Initiation Protocol) je signalizačním protokolem pro technologii VoIP. 
Vytvořila ho organizace IETF (Internet Engineering Task Force), která se stará o 
doporučení v oblasti internetových protokolů. Pouţívá UDP port 5060, ale můţe 
fungovat i přes TCP/IP 5060. Je reakcí na výše popsaný protokol H.323, který je oproti 
SIP dosti propracovaný a tím i sloţitý. SIP vychází z jednoduchosti a ověřených 
principů. SIP je stejně jako protokol http textově orientovaný, vyuţívá podobnou 
syntaxi jako jazyk HTML, komunikuje zprávami. Mezi výhody SIP patří především 
snazší implementace, díky své jednoduchosti a větší prostupnosti přes jednotlivé prvky 
v síti, jako je třeba překlad adres NAT.  
 
První verzi protokolu popisuje dokument RFC 2543, aktuální druhou verzi dnes 
pouţívanou popisuje RFC 3261. Dokumenty týkající se SIP protokolu jsou na rozdíl od 
H.323 volně šiřitelné. Tento protokol spolupracuje pro zajištění spojení s dalšími 
protokoly.  
SIP protokol slouţí pouze k navázání spojení a samotný přenos multimediálních dat 
probíhá jiţ jiným protokolem. O vlastní přenos hovoru se stará protokol RTP (Real 
Time Transport Protocol).  
 
SIP zprávy obsahují zprávy protokolu SDP (Session Description Protocol). Byl vydán 
IETF a je definován dokumentem RFC 4566. SDP definuje všechna potřebná 
konfigurační data (kódování, adresu, port, jméno a účel relace, doba aktivního spojení, 
kontaktní informace, …) pro následující úspěšný přenos uţivatelské informace. 
Protokol SDP je téţ textový. SDP zpráva obsahuje hlavičku, která popisuje všeobecné 
parametry vysílání. Kaţdý následující řádek za hlavičkou obsahuje parametr média. 
 
Komunikace SIP probíhá ve formě zpráv. Jsou posílány ţádosti a odpovědi pouze mezi 
koncovými body sítě. Je to strategie maximální decentralizace, není potřeba definovat 
ţádna centra jako v H.323. Tato struktura podstatně zvyšuje celou odolnost sluţeb 
postavených na protokolu SIP proti výpadkům jeho částí i proti výpadkům sítě IP. 
Naopak vznikl problém se zpoplatněním hovorů, protoţe není moţné vyuţít model 
 16 
známý z tradičních telefonních síti. A tak je nutné zpoplatnit objem přenesených dat 
nebo zavést paušální poplatky. 
 
2.2.1 Průběh sestavení spojení 
Pro navázání spojení je pouţito doménové jméno zařízení v IP síti. Prvně se hledá IP 
adresa koncového účastníka nebo adresa SIP serveru pomocí DNS (Domain Name 
Service). Dále je navázáno spojení s koncovým zařízením účastníka. Pokud není moţné 
najít účastníka, je schovaný za Firewallem či NATem, je pouţito sluţeb SIP serveru. 
Jestliţe jde spojení mimo SIP síť, musí volaný rozhodnout, přes kterou bránu se dostane 
na jinou síť. Musí znát její DNS adresu nebo IP adresu. 
 
2.2.2 Architektura SIP 
Protokol vyuţívá klasického vztahu klient - server, ale bez problémů můţe fungovat i 
klient - klient.  
SIP User Agent –  koncové zařízení, neboli klient je klíčovou součástí sítě. Je to 
software nebo hardwarový telefon připojený k ethernetu. User Agent se stará o 
sestavení samotného spojení a vyřízení hovoru. Spojení probíhá přímo mezi dvěma 
User Agenty. User Agent (UA) je dále rozdělen na dvě části:  
 UA Klient UAC - klientská část uţivatelského agenta slouţící k sestavování 
a řízení odchozího  spojení  
 UA Server UAS - serverová část uţivatelského agenta slouţící k přijetí a 
řízení příchozího spojení  
SIP Proxy server – zastává roli ústředny, není potřeba k samotnému spojení. Pokud 
volající nezná IP adresu serveru volaného, pošle ţádost proxy serveru, který pomocí 
lokalizační sluţby vyhledá volaného a spojí hovor. Přijímá SIP ţádosti od agenta nebo 
jiného proxy serveru a posílá signalizaci dál. Spolupracuje s Firewallem či NATem. 




Redirect Server (SIP server) – zjišťování aktuální adresy pro zaslání ţádosti. Pracuje 
podobně jako proxy server s tím rozdílem, ţe volaného pouze najde, tázajícímu odešle 
nalezenou IP adresu a spojení musí navázat sám volající.  
 
Registrar Server (SIP server) – přijímá registrace od jednotlivých telefonů (User 
Agent).  
Ke správné funkci je většinou zapotřebí dalšího prvku, a to Location Serveru. 
 
Location Server – obsahuje informace o uţivatelích, serverech, branách a stará se o 
zjišťování aktuální adresy volaného 
 
Gateway (brána) – napojení IP sítě na ostatní typy sítí  ISDN, PSTN, atd… 
 
Všechny typy serverů většinou bývají implementovány do jednoho serveru, který 
přijímá registrace od User Agenta a zároveň je buď proxy nebo redirect server. Koncové 
zařízení většinou obsahuje SIP klienta (UAC – User Agent Client) i SIP server (UAS – 
User Agent Server) a pak se označuje jako SIP User Agent. Adresu Proxy či Redirect 
serveru má koncové zařízení buď nastavené při konfiguraci nebo si ji musí získat 
dotazem na DNS server. 
 
2.2.3 Zprávy SIP 
Ţádosti SIP 
SIP je vyuţívá k signalizaci textových zpráv, někdy se jim také říká metody. Mezi 
hlavní ţádosti patří:  
 REGISTER – ţádost o registraci účastníka na SIP Proxy serveru  
 INVITE – ţádost pro zahájení komunikace nebo změnu parametrů stávající  
 ACK - potvrzení na INVITE   
 CANCEL – ţádost o přerušení zahajovaní relace   




 OK – kladné potvrzení přijetí ţádosti (kód 200), 
 trojmístný číselný kód – stavové hlášení (1xx aţ 6xx). 
např. 200 - OK, 100 - Trying, 180 - Ringing, atd.  
 
 
Hlášení se dělí do následujících skupin:  
 1xx - průběh - krok probíhá bez problémů, ale ještě není ukončen  
 2xx - úspěch - krok byl ukončen bez problémů  
 3xx - přesměrování - krok probíhá, ale ještě se v souvislosti s ním něco 
očekává  
 4xx - chyba klienta - poţadavek je chybný a nemůţe být serverem zpracován  
 5xx - chyba serveru - poţadavek je zřejmě v pořádku, ale chyba je na straně 
serveru  
 6xx - fatální chyba - chyba, kterou nelze jakkoliv zpracovat  
 
 
Obr. 2.1: Komunikace SIP 
 
SIP protokol je nyní ve světě nejvíce prosazovaným na IP telefonii. Oproti H.323 má 







      






      
 
 
      SIP UA 
  SIP 
 
 
     RTP 
SIP SIP 
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aktualizovat a opravovat. Není nutné zasahovat do celé sady protokolů jako u H.323. 
Má textovou podobu a tím pádem je více uţivatelsky přátelský neţ H.323. Dále 
podporuje mobilní komunikace, je pohodlnější pro různá bezdrátová připojení a  
přenosná zařízení. 
 
2.3  RTP 
Dříve byly pouze 2 transportní protokoly a to TCP a UDP, tyto nestačily a bylo nutno 
vytvořit nový protokol RTP (Real Time Protocol), který se pouţívá pro přenos dat 
v reálném čase jako jsou video a audio streamy. První verze byla vydána v roce 1996 a 
je definovaná dokumentem RFC 1889. RTP se stará o doručování paketů ve správném 
pořadí. Tento systém funguje na základě číslování paketů pomocí sekvenčních čísel. 
Probíhá také synchronizace správného pořadí přehrávání pomocí časových razítek. RTP 
je výhradně pouţíván ve spojení s RTCP (Real Time Control Protocol) a je základní 
přenosovým protokolem pro VoIP technologie. RTP protokol je přenášen pomocí UDP 
protokolu, porty 5004 a 5005. Podporuje jednosměrné i více směrné vysílání, vznikají 
oddělená spojení pro jednotlivá media. RTP je podmíněn protokolu RTCP Real Time 
Control Protocol, který řídí relaci a sleduje kvalitu toku dat, často vyuţívá port o jedno 
číslo větší neţ RTP. 
 
2.3.1 Sluţby RTP protokolu 
 Časové razítkování (Timestamping) - velice důleţitý proces a slouţí nám k 
znovusestavení časové posloupnosti na straně přijímače. Je také potřebné pro 
synchronizaci několika datových toků jako např. audio a video streamu. 
Vysílač začne číslovaní prvního zaslaného paketu a pak číslo sekvenčně 
zvyšuje.  
 
 Číslování sekvencí (Sequence numbering) - zajišťuje opětovné seřazení 
paketů v přijímači, protoţe UDP protokol nezaručuje jejich doručení 
v pořadí, jak byli vyslány.  
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 Identifikátor dat (Payload type identifier) - určuje formát přenášených dat 
např. PCM, MPEG1/MPEG2 audio a video H.261 a také slouţí přijímači k 
identifikaci typu přenášených dat. Tuto informaci obsahuje kaţdý paket, 
protoţe druh kódování se v průběhu přenosu můţe měnit v závislosti na 
poţadavku přijímačů   nebo v závislosti na moţnostech sítě.  
 
 Identifikace zdroje (Source identification) – identifikuje zdroj 






Obr. 2.2: Formát paketu RTP 
2.4 RTCP 
Řídící a monitorovací protokol UDP spojení, určený pro spolupráci s RTP protokolem. 
Je definován dokumentem RFC 1889 a RFC 1890. 
 
2.4.1 Sluţby RTCP 
 monitorování QoS a řízení zátěţe RTP – zpoţdění přenosu a jitter 
 identifikace zdroje vysílání 
 synchronizace přenosu dat  


















20 – 160 oktetů 
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2.4.2 Zprávy RTCP 
 RR (Receiver Report) – vysílány příjemcem dat, obsahují informace o 
doručovaných datech, počet ztracených paketů, jitter a časové známky  
 SR (Sender Report) -  vysílány odesílatelem dat, oproti RR obsahují 
informace o vysílači dat 
 SDES (Source Description Items) - obsahují informace popisující zdroje dat 
 BYE – odhlášení se účastníka 






3 Metody QoS pro VoIP 
Druhá kapitola pojednává o hlavních parametrech potřebné QoS a blíţe jsou zde 
popsány dvě základní metody pro vyjednávání QoS – IntServ a DiffServ. 
3.1 QoS (Quality of Service) 
Je řízení datových toků v síti. Zajišťuje rovnoměrné dělení zátěţe sítě s ohledem na 
druh přenášených dat, spravedlivě rozděluje konektivitu mezi jednotlivé zákazníky dle 
nastavených parametrů a priorit jednotlivých sluţeb a hlavně zabraňuje přetíţení a 
zahlcení sítě. QoS by měla být nastavena tak, aby sluţby nebyly pod hranicí 
pouţitelnosti a na druhé straně, aby nebylo zbytečně moc rezervovaných prostředků pro 
danou sluţbu. Měla by leţet někde uprostřed tohoto pomyslného intervalu. 
Fáze poskytnutí QoS 
 Ustavení – jsou definovány poţadavky na prostředky ke garanci QoS. V síti 
proběhne rezervace prostředků a tím je garantována QoS k uţivateli. 
 Průběh – dochází ke zpracovávání dat pomocí metod pro QoS 
 
Hlavní parametry Qos, které ovlivňují výslednou kvalitu poskytovaných sluţeb jsou: 
 Šířka pásma – bandwidth [kbits/s] 
 Zpoţdění – delay  [ms] 
 Jitter - kolísání zpoţdění   [ms] 
 Ztrátovost - lossrate [%] 
 
3.1.1 Šířka pásma 
Je to v podstatě přenosová rychlost dat. Čím větší je šířka pásma, tím lepší je 
prostupnost kanálu. Interaktivní multimediální aplikace vyţadují co největší šířku 
pásma, tedy i co největší přenosovou rychlost. Nedostatečná přenosová rychlost se 
projevuje nejčastěji zpoţděním, coţ způsobuje trhání hlasu či videa. Šířku pásma je 
nutno volit především podle typu provozu u jednotlivých uţivatelů.   
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3.1.2 Zpoţdění 
Celkové zpoţdění linky je čas, který zabere datům cesta z vysílacího zařízení do 
cílového přijímacího zařízení. Většina uţivatelů zpoţdění v hovoru přes IP síť 
zaregistruje, kdyţ jeho hodnota převýší 150 ms. Pokud se jeho hodnota dostane přes 
200ms, je jiţ kvalita přenášeného hlasu velmi špatná. Nad 300 ms je spojení prakticky 
nepouţitelné. Jednocestného zpoţdění se dělí na 3 hlavní části, výsledná hodnota je 
součtem:  
 Propagační zpoţdění - vzniká při cestě dat z jednoho konce na druhý konec 
sítě. Je to čas, za který data urazí cestu od vysílače k přijímači. Zapříčiněno 
konečnou rychlostí šíření signálu po přenosovém médiu.  
 Paketiţační zpoţdění -  čas převodu analogového signálu na digitální, čas 
převodu do rámců a zpětný převod do analogového signálu.  
 Jitter buffer zpoţdění - zpoţdění vyrovnávací paměti jitter. Je způsobené 
přijímačem při ukládání jednoho nebo více paketů, tak aby výsledné 
zpoţdění bylo konstantní a nemělo velkou kolísavost  
 
3.1.3 Jitter 
Data jsou po síti vysílána po shlucích. Vysílací strana posílá pakety v pravidelných 
časových intervalech. Při jejich cestě sítí můţe docházet ke kolísání jejich příchozích 
časů do přijímače, vlivem různého zatíţení sítě. Jitter je velikost proměnlivosti příchodu 
do přijímače. V ideálním případu by hodnota měla být nulová, čili pakety přicházejí 
v pravidelných intervalech. V reálném provozu se pro potlačení velikosti jitteru vkládá 
vyrovnávací paměť tzv. jitter buffer mezi síťovou vrstvu a VoIP aplikaci přijímače. 
Jeho úkolem je vyrovnat proměnlivost příchodu paketů a taky umoţnění pouţití paketů, 
které jsou přijmuty mimo pořadí. Poté pošle příchozí pakety aplikaci ve správném 
pořadí. Jitter buffer podrţí pakety po určitý čas ve vyrovnávací paměti, aby potlačil 
kolísavost příchodu, coţ má však za následek zvýšení celkového zpoţdění. Pokud jitter 




Pokud jsou data ztracena po cestě sítí a nemohou být obnoveny, tak vytvářejí mezery 
v přenášeném v hovoru. Pokud je ztráta paketů náhodná, tak to nevede k významnému 
zhoršení hlasové kvality. Malé pauzy v přenosu paketů nevadí. Pokud je ovšem 
ztrátovost paketů vysoká nebo nastane ztráta většího mnoţství paketů jdoucího hned za 
sebou, nastane velké zhoršení kvality hovoru, doprovázené výpadky hlasu volajícího. 
Jestliţe je tato událost doprovázena vysokým zpoţděním, je výsledné zhoršení kvality 
hovoru ještě větší.  
Kvalita hlasu Dobrá Vyhovující Nevyhovující 
Zpoţdění 0-150 ms 150-300 ms nad 300 ms 
Jitter 0-20 ms 20-50 ms nad 50 ms 
Ztrátovost 0-0.5 % 0.5-1.5 % nad 1.5 % 
 
Tab. 3.1: Kvalita hovoru v závislosti na parametrech sítě 
3.1.5 Mean Opinion Score (MOS) 
Mean Opinion Score je subjektivní měření kvality hovoru popsané v ITU (International 
Telecommunications Union) v doporučení P.800. Jsou to přijatá pravidla pro 
posuzování kvality hovoru. Měření MOS probíhá pomocí náhodně vybrané skupiny lidí, 
která oznámkuje kvalitu uskutečněného hovoru. Tento způsob měření je velice 
nákladný, obtíţný a nelze ho nijak jinak obejít. Navíc i kdyţ je tato metoda poměrně 
přesná, jedná se stále jen o odhad. V tabulce  jsou níţe uvedené známky, odpovídající 
určité kvalitě hovoru. Tabulka je doporučením pro lidi, kteří hodnotí hovor.  
MOS Kvalita hovoru Popis 
5 Vynikající Vynikající hovorový signál 
4 Dobrá Srozumitelný a přirozený signál jako v klasické telefonní síti 
3 Střední Komunikační kvalita, ale vyţaduje při poslechu jiţ určité úsilí 
2 Špatná Špatně srozumitelná řeč 
1 Nejhorší Nesrozumitelná řeč 
 
Tab. 3.2: Kvalita hovoru v závislosti na MOS faktoru 
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3.2 IntServ - Internet Integrated Services 
Model Integrovaných sluţeb. Je to první model, který byl vytvořen pro zajištění QoS. 
Do praxe byl uveden v roce 1994 a je definován dokumentem RFC1633. Podporuje 
typické aplikace jako video a audio. Pracuje na principu rezervace pásma, je nutno 
vytvořit pro kaţdé spojení samostatnou rezervaci. Poskytuje garantovanou sluţbu i 
sluţbu s řízením zátěţe. Rezervaci řídí aplikace a je nutné, aby rezervaci přijali všechny 
síťové uzly na trase mezi vysílačem a přijímačem. Pro rezervaci je pouţit protokol 
Ressource Reservation Protocol (RSVP). 
 
3.2.1 Základní části modelu IntServ  
 Plánovač paketů (Packet scheduler) 
 Kontrola přístupu (Admission control) 
 Klasifikátor (Classifier) 
 Rezervační protokol (Reservation protocol) 
 
Plánovač paketů 
 Řídí zasílání různých proudů paketů, pouţívání, souborů front a dalších 
mechanismů 
 Musí být implementován v místě, kde jsou pakety řazeny do front  
 Docílí slíbenou QoS 
 
Kontrola přístupu   
 Rozhoduje, který směrovač nebo hostitelský počítač pouţívá k určení, zda 
novému toku můţe být přidělena rezervaci bez toho, aniţ by byly porušeny 
dřívější záruky 








 Identifikuje v hostitelích a směrovačích pakety, které budou mít určitou 
úroveň sluţby. Kaţdá třída má jiné zpracování, pro efektivnost je kaţdý 
příchozí paket zařazen do určité třídy.  
 Pakety, které náleţí do stejných tříd – stejná manipulace 
 Třída se volí podle zdrojové a cílové IP adresy, čísle portu a dalších 
hodnotách, které obsahuje kaţdý paket 
 Určí QoS pro kaţdý paket 
 
Rezervační protokol (RSVP) 
 Slouţí k rezervaci zdrojů 
 Nutný k vytvoření a udrţování stavů v koncových zařízeních a ve 
směrovačích podél cesty 
 Cílem je poskytnout IP sítím schopnost podporovat odlišné výkonové 
poţadavky různým aplikacím 
 Nazývá se Resource reSerVation Protocol 
 
 
Obr. 3.1: Umístění komponent modelu Intserv ve směrovači 










Kontrolní databáze datových toků 












3.2.2 Princip modelu IntServ 
Zdroj sluţby, který vyţaduje rezervaci prostředků pošle PATH zprávu. Tato zpráva je 
zapouzdřena v IP nebo UDP datagramech. Zpráva obsahuje informace o vysílaných 
datech a zaznamenává cestu od zdroje k cíli. Kdyţ je tato zpráva přijata příjemcem, je 
odeslána RESV zpráva zpět k vysílači po trase PATH zprávy, pokud chce učinit 
příjemce rezervaci pro daný RSVP tok. Jestliţe nelze učinit rezervaci  je vygenerována 
RESV ERROR zpráva, která je také poslaná zpět k příjemci. Rezervace je úspěšně 
ustavená, kdyţ RESV zpráva dosáhne zdroje sluţby a je zpracována ve všech uzlech na 
její cestě. Proces rezervace je neustále periodicky opakován kvůli moţným změnám 
v síti. Rezervace probíhá pro kaţdou sluţbu zvlášť nebo je také moţno sdílet rezervaci 
pro určitou skupinu sluţeb. Přenos je moţné ukončit jak ze zdrojové, tak i z cílové 
strany, ale i z kteréhokoliv směrovače, RSVP je protokol k vyjednání kvality sluţeb pro 
konkrétní pouţití a nejedná se o směrovací protokol. Proto vyuţívá směrovací tabulky 
ve směrovačích k určení cest k příslušným cílům. Princip zasílání zpráv je schematicky 




Obr. 3.2: Schéma posílání zpráv modelu IntServ 
 






3.2.3 Zaručená sluţba (Guaranteed Service - GS) 
Je popsána dokumentem RFC2210, je to kvantitativní sluţba, která zaručuje šířku 
pásma a hranice zpoţdění. Především je určena pro nepřizpůsobivé real-time aplikace s 
přísnými poţadavky na QoS. GS sluţba kontroluje jen maximální zpoţdění, nehlídá 
minimální zpoţdění a nekontroluje nebo neminimalizuje jitter. Zpoţdění je sloţeno 
z propagačního pevného zpoţdění a paketizačního zpoţdění způsobené řazením dat do 
front. Pevné zpoţdění je vlastnost cesty paketu a je určené nastavovacím mechanismem 
(například RSVP), zatímco zpoţdění způsobené řazením do front je určené realizací GS 
sluţby ve směrovačích.  
 
3.2.4 Sluţba s řízením zátěţe (Controlled Load Service - CL) 
Definována nařízením RFC2211 a je určená pro adaptivní real-time aplikace, které jsou 
velmi citlivé na přetíţení sítě. Garantuje doručení dat ve stejných hranicích jako 
v nezatíţené síti. Nepouţívá ztrátovost, zpoţdění ani jitter. Cílová aplikace se můţe 
přizpůsobit aktuálnímu stavu sítě. Posílají se TSpec ţádosti, které poţadují nezbytnou 
šířku pásma. Poţadavky jsou kladeny na kaţdý uzel. CL garantuje průměrné zpoţdění a 
vysoké procentu doručených paketů. 
 
3.2.5 IntServ zhodnocení 
Metoda IntServ klade velké nároky na směrovače, kaţdý směrovač si musí pamatovat 
informace pro kaţdou rezervaci, prakticky pro kaţdý datový tok. Všechny směrovače 
musí podporovat rezervaci prostředků protokolem RSVP a musí umět zpracovávat 
velké mnoţství datových toků. Ve velkých sítích, kde jsou obrovské datové toky, jsou 
problémy s paměťovými a výkonnostními moţnostmi směrovačů v síti. Opakované 
zasílání rezervací dodatečně zatěţuje síť. Další nevýhodou je orientace RSVP protokolu 
na přijímač, který musí být iniciátorem rezervace zdrojů sítě. RSVP selhává, pokud 
nechce vysílač ustanovit datový tok s definovanou QoS. Model IntServ je nepouţitelný 




3.3 DiffServ - Differentiated Service DS 
Model diferenciovaných sluţeb, je definován dokumentem RFC2475. Byl vytvořen 
v druhé polovině devadesátých let. Neklade tak vysoké nároky na síť jako IntServ. Je to 
zcela jednoduchý model, pracuje tak, ţe provoz dělí do několika tříd PHB (Per Hop 
Behaviour). Kaţdá třída má svou vlastní frontu a nastavenou prioritu – reţim agregace 
identifikovaný DiffServ codepointem (DSCP) v DS poli v hlavičce IP paketu. Třídy 
s vyšší prioritou jsou při odesílání upřednostňovány před jinými. Oblasti, kde je řízení 
provozu stejné, se nazývají DS doménami. Uzly sítě, které se starají o komunikaci 
mimo doménu se nazývají hraniční. Mají za úkol zařadit kaţdou datovou jednotku do 
správné třídy. Prochází-li provoz jen jednou doménou, je moţné spolehlivě zaručit 
sjednané parametry. Pokud ovšem tečou data přes několik domén, nelze předpokládat 
chování, protoţe kaţdý poskytovatel můţe mít jinak nastavené priority pro jednotlivé 
typy provozů. Standardně je pro provoz VoIP sluţeb přiřazena nejvyšší priorita, avšak 
je-li překročen provoz ve vyhrazeném pásmu pro VoIP, jsou nové příchozí datové 
jednotky zahazovány. Nejhorší případ nastává tehdy, kdyţ data proudí přes sít, kde není 
QoS nijak ošetřena. 
 
3.3.1 SLA a TCA 
Na začátku se zákazník dohodne s poskytovatelem připojení na parametrech pro přenos 
SLA (Service Level Agreement). Podmnoţinou SLA je dohoda o úpravě provozu TCA 
(Traffic Conditioning Agreement), která přesně definuje parametry pro kaţdou úroveň 
sluţby. TCA přesně specifikuje parametry v jednotlivých prvcích úpravy provozu, aby 
vyhověla SLA. Obsahuje pravidla, která jsou aplikována na dopravní proudy vybraným 
klasifikátorem.  
SLA také obsahují cenové a účtovací mechanismy. Dále obsahují důleţité provozní 
informace, jako schopnosti v případě poruchy, šifrovací sluţby, ověřovací mechanismy. 
 
3.3.2 Princip modelu DiffServ 
Úprava provozu v DS doménách je vykonávána v mezních – hraničních uzlech, které 
spojují dvě domény. V mezních uzlech jsou vstupní a výstupní data upravena tak, aby 
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se přizpůsobily a naplnily volné zdroje v cílové doméně. Základními prvky modelu 
DiffServ jsou měřiče, značkovače, zahazovače a tvarovače, které upravují provoz. Na 
vstupu je doprava měřena a podle zjištění můţe být změněn DSCP jednotlivých paketů, 
popřípadě přebytečné pakety jsou zpoţďovány a nebo dokonce zahazovány, tak aby 
byla provedena agregace podle dohody.  
 
Struktura DS pole 
Diffserv uţívá šesti bitové pole hlavičky, které je nazýváno DS pole. V IPv4 vyuţívá 
oktet TOS (Type Of Service). 
 
Sloţení DS pole 
 Prvních 6 bitů obsahuje kód třídy DSCP, který je namapován do příslušné 
PHB 
 Poslední 2 se nevyuţívají – označení CU (Currently Unused) - ignorovány 
 
 
Obr. 3.3: Schéma DS pole 
3.3.3 Základní síťové prvky modelu DiffServ 
Obr. 3.4: Schéma prvků modelu DiffServ 
 
        Měřič 
 
  Klasifikátor 
Tvarovač/ 
Zahazovač 
   




Prvky úpravy provozu jsou obvykle umístěné uvnitř DS vstupních a výstupních 
mezních uzlů, ale mohou také být umístěný v uzlech uvnitř DS domény nebo domény 
bez podpory DiffServ.  
 
Klasifikátor datagramů (Traffic Classifier) 
 Klasifikuje pakety podle příslušnosti k datovému toku nebo podle mnoţiny 
hodnot 
 Existují 2 druhy klasifikátorů. BA (Behavior Aggregate) klasifikátor 
klasifikuje pakety pouze podle DS codepointu. MF (Multi-Field) klasifikátor 
vybírá pakety podle kombinace jedné nebo více hodnot obsaţených v 
hlavičce paketu, jako např. zdrojová adresa, cílová adresa, DS pole, ID 
protokolu, čísla zdrojového a cílového portu atd. 
 Klasifikátor musí být nakonfigurovaný podle příslušné TCA  
Měřič parametrů datového toku (Traffic Profile Meter) 
 Zkoumá datový tok a rozhoduje podle SLA/TCA do jaké třídy paket patří 
 Pošle informaci o stavu datového proudu ke značkovači a tvarovači, který 
upraví datový proud nacházející se mimo profil definovaný TCA 
 
Značkovač datagramů (Marker)  
 Provádí přidělení DS pole paketu na příslušný DS codepoint, aby zařadil 
označený paket k určitému DS reţimu agregace. Případně přepíše DSCP v 
poli DS 
 Můţe značkovat všechny pakety nebo jen určité, závisí na stavu měřiče 
 
Tvarovač (Shaper) 
 Zpoţďuje některé a nebo všechny pakety v datovém toku, aby souhlasily 
s dopravním profilem nastaveným v TCA 
 Má omezenou velikost vyrovnávací paměti, pokud je zaplněna, tak nově 





Zahazovač (Dropper)  
 Zahazuje některé a nebo všechny pakety v datovém toku, aby souhlasily 
s dopravním profilem nastaveným v TCA 
 Můţe to být speciální případ tvarovače s nulovou vyrovnávací pamětí 
3.3.4 Skupiny PHB 
V současné době existuje několik navrţených PHB skupin, které mají předem 
definované třídy chování  
 
Standardní a Class Selector  
 
Účel standardního PHB  je poskytnout Best Effort sluţbu. Standardní PHB je uţíván 
pro pakety, které nejsou přiděleny na ţádný jiný PHB. Standardní PHB dostane nejniţší 
prioritu ve srovnání se všemi ostatními PHB. Proto všechny data, která se nepřizpůsobí 
svému profilu, mohou být buď přeznačena do standardního PHB nebo vyřazena. Síť 
doručuje pakety této skupiny, co nejvíce a co nejdříve, avšak v závislosti na zatíţení a 
stavu sítě. Ostatní skupiny PHB mají přednost. Doporučený codepoint pro standardní 
PHB je bitová kombinace 000000. 
Bitové kombinace DSCP xxx000 jsou rezervovány jako soubor Class Selector 
Codepointu. Je jich celkem 8 a určují třídy priorit. 
 
Assured Forwarding (AF) 
 
Zaručené doručení - umoţňuje řadit pakety do jedné ze čtyř tříd. Kaţdá třída má 
rezervovaný určitý objem prostředků ve směrovačích. V rámci kaţdé třídy jsou tři 
priority zahození paketu, ke kterému můţe dojít v případě zahlcení sítě. Pakety mimo 
rozsah SLA/TCA mohou být zahozeny nebo doručeny s niţší prioritou. Pakety s vyšší 
drop prioritou jsou zahazovány častěji, neţ s niţší drop prioritou. AF se pouţívá pro 






Expedited Forwarding (EF) 
 
Urychlené doručování - poskytuje nástroje pro vytvoření nízké ztrátovosti, zpoţdění a 
jitteru a zajištění šířku pásma pro koncové sluţby přes DiffServ domény. SLA 
specifikuje špičkovou přenosovou rychlost, kterou budou zákazníkovy aplikace vysílat 
data. Je poté jen na zákazníkovi, aby generovaná data nepřevyšovala tuto rychlost, 
protoţe pak mohou být některé pakety zahozeny. EF poskytuje přísnou kontrolu bitové 
rychlosti a rychlé přeposlání vyhovujících dat do DiffServ mezních uzlů a DiffServ 
vnitřních uzlů. Doporučený codepoint pro EF je 101100. PHB je vhodné pro 
implementaci virtuálního pronajatého okruhu. 
 
3.3.5 DiffServ zhodnocení 
DiffServ poskytuje QoS datovým tokům na bázi dělení na třídy PHB a těm poskytuje 
určitou smluvenou agregaci. Bohuţel není moţné garantovat na celé trase stejnou QoS 
v důsledku různě nastavených domén různých poskytovatelů. Na rozdíl od modelu 
IntServ není nutno vytvořit přenosovou cestu s definovanými parametry. SLA je 
předem dohodnuto a nastaveno mezi účastníkem a provozovatelem sítě. Nastavení QoS 
a jeho řízení probíhá pouze v hraničních uzlech. Na rozdíl od IntServu není kladen 
nárok na technologie směrovačů a nejsou zbytečně zatěţovány rezervačními informace. 
V současnosti je DiffServ nejvíce rozšířený model zajištění QoS pro VoIP technologie.  
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4 QoS ve Wi-Fi 
Standard pro bezdrátové sítě byl vytvořen v roce 1997 pod označením 802.11. Od této 
doby prodělal mnoho změn a bylo k němu připojeno mnoho rozšíření kvůli zvyšujícím 
se nárokům sluţeb na přenosovou rychlost sítě. Tato rozšíření jsou známa pod 
označením 802.11a, 802.11b, 802.11g. Definují hlavně nové technologie a modulace 
vyuţité na fyzické vrstvě pro dosaţení vyšších přenosových rychlostí, sadu pouţívaných 
sluţeb, vysílací frekvence a mnoho dalších vlastností a parametrů. 
 
Jelikoţ je bezdrátové médium sdílené, je nutno řešit situace, ve kterých se snaţí 
k přístupovému bodu sítě WLAN připojit více klientů. Přístupový bod přidělí prvnímu 
klientovi veškeré své zdroje a pokud se chtějí připojit i další, snaţí se vyhovět i jim. 
Dochází ke vzniku kolizních situací, protoţe přístupový bod nemá stanovenou jasnou 
politiku, jak se chovat v případě vyššího počtu uţivatelů ţádajících datové přenosy. 
V prvních verzích standardu se tento problém řeší prostým soutěţením o přístup 
k médiu, kdy není aplikován ţádný důrazný mechanizmus, ošetřující prioritizaci 
některých stanic nebo typu provozu před jinými. Tyto problémy mají největší vliv na 
multimediální aplikace – přenos hlasu či streamované video, apod. Nerovnoměrné 
zatíţení a kolísání dostupné šířky pásma má neblahý účinek na tyto aplikace, 
provozované na některých klientských stanicích, coţ se projevuje kolísavou kvalitou 
spojení, od krátkých výpadků aţ k totálnímu přerušení komunikace. 
 
V základním standartu 802.11a dalších rozšířeních mají sítě WLAN definovanou jen 
základní podporu řízení kvality sluţeb, která pro moderní síťové sluţby uţ nestačí. Tzn. 
není zde kvalitní podpora řízení toku dat, či upřednostňování určitého typu dat, jak je 
tomu třeba v LAN sítích pomocí metody DiffServ. Proto byla vytvořena a schválena 
v roce 2005 specifikace 802.11e, která přidává k dosavadním, jiţ nepostačujícím, 
mechanismům QoS nové metody, aby mohly být moderní multimediální poskytované 
sluţby bez problémů provozovány.  
4.1 Základní metody řízení přístupu k médiu 
Bezdrátové sítě standardu 802.11 vyuţívají v základní komunikaci náhodnou 
přístupovou metodu vícenásobného přístupu s detekcí nosné (Carrier Sense Multiple 
 35 
Access, CSMA). U technologie Wi-Fi se přístupová metoda označuje jako koordinační 
funkce. Pro standardy 802.11a/b/g jsou definovány dva základní typy koordinačních 
funkcí: 
Distribuovaná koordinační funkce DCF (Distributed Coordination Function) 
 při náhodné přístupové metodě stanice mezi sebou soutěţí o přístup k médiu 
Centralizovaná koordinační funkce PCF (Point Coordiantion Function) 
 představuje přístupovou metodu bez soutěţení 
 před vyuţitím této metody klientem je vyţadována registrace u přístupového 
bodu. Po registraci jsou dotazovány stanice, jestli mají data k vysílání.  
 metoda pracuje jen ve spolupráci s DCF, kvůli kompatibilitě 
 v praxi se skoro vůbec nepouţívá 
 
4.2 Mezirámcové mezery 
Jsou to doby čekání, které klientské stanice povinně čekají před zahájením pokusu o 
vyslání kaţdého nového rámce. Délka této čekací doby ovlivňuje pravděpodobnost 
získání stanice přístupu médiu. Čekací doba můţe tedy zajistit prioritní řízení přístupu. 
 
Krátká mezirámcová mezera - SIFS (Short Interframe Space) 
Mezera SIFS je nejkratší dobou a zajišťuje největší pravděpodobnost přístupu k médiu. 
Pouţívá se pro přenos rámců během intervalu bez soutěţení. Před nebo po intervalu 
SIFS bývají odeslány rámce RTS (Request To Send) pro rezervaci, CTS (Clear To 
Send) k potvrzení rezervace a rámec ACK pro potvrzení přijatého rámce. Hlavním 
úkolem intervalu SIFS je zasílání potvrzujícího rámce ACK pro předchozí přenos. SIFS 
také pouţívají stanice, které jiţ mají právo přístupu k médiu a potřebují si je ponechat. 
SIFS jim právo přístupu zaručí, protoţe ostatní stanice musí vyčkat do doby, kdy je 
médium volné delší čas. 
 
 36 
Mezirámcová mezera centralizované koordinační funkce - PIFS (Point 
Coordination Function Interframe Space) 
Mezera PIFS bývá vyuţívána stanicemi pracujícími v PCF módu. Jeho úkolem je 
zajistit prioritní přístup k médiu na začátku intervalu bez soutěţení. 
 
Mezirámcová mezera distribuované koordinační funkce - DIFS 
(Distributed Coordination Function Interframe Space) 
Mezeru DIFS vyuţívají stanice pracující v módu DCF. Po uplynutí DIFS můţe začít 
soutěţení o médium mezi stanicemi. V průběhu soutěţe stanice ještě čekají náhodnou 
dobu, aby se předešlo kolizím. Kaţdá stanice s daty pro vysílání si po DIFS vygeneruje 
náhodné číslo CW (Contention Window) z intervalu 0 – CWmin, které vynásobí délkou 
čekacího intervalu (slot time) a začne postupně odpočítávat. Stanice, která odpočítá 
stanovený interval jako první, můţe začít vysílat. Jakmile ostatní stanice zjistí, ţe 
médium je jiţ obsazené, zastaví odpočítávání a zapamatují si číslo do další soutěţe. 
Pokud během přenosu rámce nastane kolize, bude zvoleno nové náhodné číslo, určené 
vzorcem CWnew = (CWold + 1)*PF – 1. Koeficient zvětšení PF (Persistence Factor) v 
případě DCF má konstantní hodnotu PF = 2. Velikost CW můţe narůstat aţ do CWmax. 
 
Mezirámcová mezera výběru hybridní koordinační funkce HCF 
mechanismu EDCA – AIFS  
Mezirámcová mezera AIFS (Arbitration Interframe Space) je vyuţívána stanicemi, které 




Obr. 4.1: Mezirámcové mezery a soutěţení o přístup mechanismu EDCA 
 
Konkrétní velikosti mezirámcových mezer a čekacího intervalu slot time jsou uvedeny 
v tabulce níţe. 
 
Tab. 4.1: Velikosti mezirámcových mezer 
 
 
Technologie SIFS PIFS DIFS slot time CWmin CWmax 
802.11a 16 μs 25 μs 34 μs 9 μs 15 1023 
802.11b 10 μs 30 μs 50 μs 20 μs 31 1023 











Další rámec Sloty backoff 
Slot 
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4.3 Nové metody přístupu 802.11e 
Vzrůstající uţivatelské nároky na nové aplikace pracující v reálném čase, které 
vyuţívají stále větší přenosové rychlosti, vedly IEEE v roce 2005 k zavedení nového 
standardu 802.11e. Standard definuje pokročilé mechanismy pro zabezpečení kvality 
sluţeb v sítích WLAN. 
Standard 802.11e rozšiřuje moţnosti MAC (Media Access Control) vrstvy v původní 
definici standardu 802.11. Je zde pouţívána sada sluţeb podporující zajištění kvality 
sluţeb - QBSS (QoS-supporting BSS). Nové metody zajištění QoS jsou navrhnuty tak, 
aby byly podporovány i starší, dříve zavedené mechanismy. Metody standardu 802.11e 
jsou nástavbou základních metod řízení přístupu ve WLAN a proto jsou DCF i PCF 
v něm obsaţeny.   
 
Základem sady QBSS je hybridní koordinátor HC (Hybrid Coordinator). Funkci HC 
musí přistupovat jak přístupový bod, tak i uţivatelská stanice. Ta se potom nazývá 
QSTA (QoS Station). Z hybridního koordinátoru HC vycházejí dvě koordinační funkce 
– rozšířená distribuovaná koordinační funkce EDCF (Enhanced Distributed 
Coordination Function) a hybridní koordinační funkce HCF (Hybrid Coordination 
Function). EDCF pracuje pouze v intervalu se soutěţením, zato HCF pracuje v obou 
reţimech. HCF během intervalu soutěţení vyuţívá EDCF. Kaţdá ze dvou 
koordinačních funkcí má definovaný svůj přístup ke kanálu. EDCF vyuţívá rozšířeného 
přístupu ke kanálu EDCA (Enhanced Distributed Channel Access). HCF je řízena 
pomocí mechanismu HCCA (HCF Controlled Channel Access). 
 
4.3.1  Mechanismus řízení přístupu EDCA  
Metoda rozšířeného distribuovaného přístupu k médiu je zaloţena na principu dělení 
typu dat do čtyř kategorií, AC (Access category) - AC_BK (přenos na pozadí), AC_BE 
(přenos typu best-effort), AC_VI (přenos videa) a AC_VO (přenos hlasu). Tyto 
kategorie se dále mohou rozdělit aţ na 8 tříd provozu. Třídy provozu odpovídají 
standardu 802.1D, který platí pro sítě LAN. Toto zajišťuje plnou kompatibilitu tříd 
metody EDCA s třídami definovanými v pevných sítích LAN. Přenos best effort má 










Nejniţší 1 přenos na pozadí AC_BK (0) přenos na pozadí 
 2 nedefinované AC_BK (0) přenos na pozadí 
 0 best-effort (výchozí) AC_BE (1) best-effort 
 3 excellent-effort AC_BE (1) best-effort 
 4 řízená zátěţ AC_VI (2) video 
 5 video (zpoţdění do 100ms) AC_VI (2) video 
 6 hlas (zpoţdění do 10ms) AC_VO (3) hlas 
Nejvyšší 7 správa sítě AC_VO (3) hlas 
 
Tab. 4.2: Provázání 802.1D a 802.11e 
 
Principem mechanismu EDCA je dělení provozu do čtyř tříd a jeho následné řazení do 
front. Schematicky je znázorněn níţe na obrázku 4.2. Kaţdá třída má svou vlastní frontu 
pro svůj typ dat. Fronty následně mezi sebou soutěţí, stejně jako stanice při DCF, o tzv. 
příleţitost přenosu TXOP (Transmission oportunity). TXOP je čas, ve kterém můţe 
daná fronta přenést daný rámec dat. Délka intervalu TXOP je předem daná a je jeho 
maximální doba trvání je pevně definovaná v synchronizačním rámci beacon, který 
vysílá přístupový bod. Pro soutěţení metody EDCA byla zavedena nová mezirámcová 
mezera výběru AIFS (Arbitration Interframe Space). Kaţdá kategorie ze čtyř má 
definovanou svoji vlastní dobu intervalu AIFS. Pro kaţdou kategorii musí platit 
AIFS_AC ≥DIFS. U kaţdé kategorie je také moţno nastavit hodnoty CWmin_AC, 
CWmax_AC a AF_AC. Je nutné vţdy nastavit menší velikost okna soutěţení u kategorie 






Obr. 4.2: Mechanismus EDCA 
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Pokud jsou v síti WLAN stanice vyuţívající mechanismu EDCA i starší DCF, je nutno 
přidat k době soutěţení DIFS u DCF ještě slot time, aby stanice nepodporující metody 
802.11e nedostaly přístup k médiu dříve neţ modernější s metodou EDCA. Protoţe 
DIFS ≤ AIFS, je nutné, aby k dekrementaci u DCF stanice došlo později. Toho se 
dosáhne dříve zmíněným přidáním jednoho timeslotu  k DIFS. 
 
Kolize můţe také nastat ve chvíli, kdy dvě nebo více front v jedné stanici dosáhnou 
přístup po soutěţení k médiu zároveň. Případ je řešen tak, ţe příleţitost k vysílání 
TXOP získá stanice s vyšší prioritou. 
 
 
4.3.2  Mechanismus řízení přístupu HCCA  
Vychází z centralizované koordinační funkce PCF. HCCA zaručuje oproti EDCA 
absolutní garanci zpoţdění či doby přenosu. Řízení kvality sluţeb probíhá jak 
v intervalu se soutěţením, tak v době bez soutěţení. Je nutná konkrétní specifikace 
poţadavků stanice na přístupový bod s funkcí HF a ten danou QoS přijme nebo zamítne. 
Během intervalu bez soutěţení CFP (Contention Free Period) se přístupový bod 
dotazuje zaregistrovaných stanic, zda mají data k vysílání. Pokud ano, dojde k jejich 
odeslání. Poté se přepne přístupový bod do módu DCF a probíhá soutěţ stanic o 














5 Opnet Modeler 
Jeden z nejpouţívanějších a nejpropracovanějších programů pro návrh a simulaci 
síťového provozu. Opnet Modeler je produktem firmy OPNET Technologies z USA, 
poprvé se na trhu objevil v roce 1987. Je to efektivní a velmi výkonný nástroj, který 
umoţní, dle náročnosti výpočtu, jeden měsíc reálného provozu nasimulovat například 
během několika minut aţ hodin. V současné době je na trhu jiţ ve verzi 14.5. Tento 
nástroj je pouţíván vedoucími firmami v oblasti vývoje síťových technologií. Opnet 
Modeler je hierarchicky a objektově orientován, grafické prostředí ukazuje reálné 
rozloţení jednotlivých síťových komponent. Na nejniţší úrovni jsou vlastnosti 
jednotlivých komponent definované v jazyce C/C++. Opnet Modeler má velké moţnosti 
v oblasti simulací a zobrazení výsledků a Opnet Modeler umoţňuje modelovat a 
simulovat téměř jakékoliv architektury sítí. Výsledky mohou být generovány ve 
formátech XML/HTML nebo je moţné uloţit je do tabulek. Opačným způsobem lze 
z těchto souborů znovu data načíst. Prohlíţeč animace umoţňuje názorně zobrazit 
průběh proběhlé simulace. 
Typický průběh práce s OM: 
Na začátku je nutno vytvořit námi navrhnutou síť. Dále provést výběr sledovaných 
statistik. Následně proběhne simulace sítě a poté je moţno shlédnout konečné výsledky 
a grafy. 
 
OPNET Modeler obsahuje tři základní editory: 
 Project Editor    - editor projektu  
 Node Editor      - editor uzlu 









Project Editor - zobrazuje aktuální schéma celého vytvořeného projektu. V okně 
Project Editoru je vidět celá topologie definované sítě. Také ukazuje uzly a komunikaci 
v celé síti. Pro stavbu projektu se obvykle pouţívá funkce drag and drop, kdy se 
jednotlivé objekty vybírají z okna Object Palette. Objekty jsou definované a uloţené 
v knihovnách Opnet Modeleru. Tyto knihovny jsou tematicky rozděleny do určitých 
skupin, např. ATM, Internet, VLAN, ethernet, xDSL atd. Opnet Modeler také poskytuje 
moţnost vytvořit si své vlastní uzly a přesně nadefinovat poţadované vlastnosti objektu. 
Je zde také moţnost zobrazit celý projekt v mapě, kde je vidět fyzické rozloţení sítě. 




Obr. 5.1: Project Editor 
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Node Editor – přesně definuje vnitřní strukturu vybraného uzlu. Dále přesně popisuje 
pouţité protokoly. Jsou zde popsány datové toky v uzlu. Kaţdý uzel se skládá z modulů 
( aplikace, protokolové vrstvy, porty, sběrnice…). Kaţdý modul můţe posílat a přijímat 











Process Editor – je nejniţší úrovní Opnet Modeleru. Definuje jednotlivé procesy uzlu 








6 Simulace WLAN sítě v Opnet Modeleru 
Mnou navrţená síť pro následné simulace QoS v síti WLAN je názorně zobrazena na 
obrázku 6.1 níţe. Všechny praktické simulace byly prováděny v Opnet Modeleru ve 




Obr. 6.1: Navrhnutá WLAN síť pro simulace 
 
Síť byla vytvořena ve scénáři typu office 100x100m. Obsahuje dva základní 
komponenty Application Config a Profile Config. Zde byly nadefinovány pouţité sady 
sluţeb, jejich zátěţ, četnost opakování, čas startu, atd. Můj projekt vyuţívá 3 sluţby: 
FTP, HTTP a VoIP.  Přenosy FTP a HTTP jsou dále definovány a uváděny jako Best 
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Effort pro kategorie EDCA. VoIP datové přenosy jsou mapovány do kategorie Voice.  
Dále scénář obsahuje server, který zajišťuje distribuci sluţeb přes WLAN router na 
jednotlivé stanice. V sítí je pouţito technologie 802.11b s maximální dosaţitelnou 
rychlostí 11 Mbit/s. Bezdrátový router obsluhuje dvanáct stanic. Šest stanic pouţívá 
výhradně FTP přenos, dvě stanice mají definovaný HTTP přenos a poslední čtyři 
stanice mají přiřazeny VoIP aplikace. Scénář byl dvakrát naklonován, výsledný projekt 
obsahuje tedy tři shodné sítě z hlediska topologie, avšak rozdílné z hlediska podpory 
QoS. První scénář je základní bez podpory QoS, většinou v současnosti uţívané ve Wi-
Fi sítích. Druhý scénář má nastavenou podporu QoS dle mechanismu EDCA. Hodnoty 
jednotlivých parametrů EDCA jsou ponechány na základních hodnotách definovaných 
přesně ve standardu 802.11e. 
 
Poslední, třetí síť, měla také nastavenou podporu QoS mechanismem EDCA, avšak 
parametry byly experimentálně měněny, v návaznosti na získané teoretické poznatky. 
Testování změnou jednotlivých parametrů byly ověřovány teoretické předpoklady. 
Cílem simulací sítě se změnou parametrů bylo dosáhnutí kompromisu mezi stahováním 
dat FTP a VoIP přenosem – zlepšení propustnosti provozu typu Best Effort v síti 
WLAN částečně na úkor kvality hlasových sluţeb. Ta ale musela zůstat v mezích 
parametrů pro uvedených v tabulce 3.1. 
 
6.1 Simulace sítě se základními parametry EDCA  
Jsou zde odsimulovány dva scénáře. První scénář bez QoS a druhý s podporou QoS 
pomocí mechanismu EDCA. 
 
Následující dva grafy zobrazují Packet Delay Variation na koncové stanici 
WkstE_VOIP. Průběhy Packet Delay Variation jsou na ostatních stanicích vyuţívajících 
Voice obdobné. Delay Variation v sítí bez QoS narůstá aţ k 300 ms. Po simulaci sítě 
s nastavenými základními parametry QoS dle standardu 802.11e je Packet Delay 
Variation skoro zanedbatelné, coţ je vidět na grafu 6.2. 
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Graf 6.3: Jitter na stanici WkstE_VoIP v sítí bez QoS i s QoS 
 
Graf 6.3 výše ukazuje Jitter na stanici E. Je zřetelně vidět vyrovnání časů kolísání 
zpoţdění v sítí s podporou QoS, oproti síti bez definované QoS. Většího Jitteru nebylo 
moţné dosáhnout, při větším zatíţení sítě jiţ nastávalo zahazování paketů a přetékání 




V grafu 6.4 Propustnosti sítě QoS jsou zobrazeny tři křivky. Jednak celková propustnost 
sítě a následně propustnost dvou sledovaných kategorií, Best Effort a Voice. Přenos 
VoIP nabíhá pomalu, tak jak jsou definované spouštěcí časy v konfiguraci profilů. 
V čase 300 s, kdy naběhnou naplno na všech čtyřech stanicích VoIP přenosy, klesá 
prostupnost sluţeb typu Best Effort, tedy i celé sítě kvůli regulaci kvality sluţeb 
mechanismu EDCA. VoIP přenos je upřednostněn a přenos typu Best Effort je potlačen. 
Propustnost třídy Best Effort v čase cca 300 s klesne a je téměř konstantní. Zátěţ sítě na 





Graf 6.4: Propustnost sítě a jednotlivých kategorií s mechanismem QoS se 









Graf 6.6: Celkové zpoţdění bezdrátové sítě na routeru 
 
Na závislosti 6.6 je vidět, ţe se zavedením mechanismu EDCA stoupá celkové zpoţdění 
sítě WLAN na routeru oproti síti bez QoS. 
 
6.2 Simulace sítě se změnami parametrů EDCA 
Cílem změny parametrů mechanismu EDCA bylo dosáhnutí kompromisu mezi 
přenosem typu Best Effort a Voice. Snaţil jsem se dosáhnout zvýšení prostupnosti 
přenosu Best Effort na úkor hlasu. Hlasový přenos měl být drobně potlačen, ale ne 
příliš. Bylo nutné zachovat parametry hlasového přenosu v mezích, aby byla 
komunikace jasně srozumitelná a pouţitelná. 
Toho se mi bohuţel nedalo dost dobře dosáhnout. Vţdy jsem se snaţil nastavováním 
parametrů CW nebo AIFSN dojít k nějaké kompromisní hodnotě. Doufal jsem, ţe 
regulace provozu jednotlivých kategorií bude více pozvolná pomocí změny jednotlivých 
parametrů. Změny se projevovaly skokově. Ukázka průběhu měření je zapsána 





číslo měření 1 2 3 4 5 
Typ sluţby BE VO BE VO BE VO BE VO BE VO 
CWmin 7 7 7 3 7 3 15 7 31 7 
CWmax 1023 1023 1023 1023 1023 1023 1023 1023 1023 1023 
AIFSN 2 2 2 2 2 3 2 2 2 2 
Výsledek BE dobrý BE špatný BE špatný BE horší BE špatný 
VO špatný VO dobrý VO špatný VO špatný VO dobrý 
 
číslo měření 6 7 8 9 10 
Typ sluţby BE VO BE VO BE VO BE VO BE VO 
CWmin 7 15 7 15 7 15 7 15 7 15 
CWmax 1023 1023 1023 1023 1023 1023 1023 1023 1023 1023 
AIFSN 2 2 5 2 7 2 9 2 12 2 
Výsledek BE dobrý BE dobrý BE dobrý  BE dobrý BE dobrý 
VO špatný VO špatný VO špatný VO dobrý VO dobrý 
 
Tab. 6.1: Ukázka měření změny parametrů tříd metody EDCA k dosaţení 
kompromisu mezi BE a VO 
 
 
V tabulce 6.1 výše je uvedena ukázka nastavování parametrů CW a AIFSN k dosaţení 
kompromisu mezi přenosem typu Best Effort a přenosem Voice. V kolonce výsledek je 
vţdy uveden stav sluţby. „Dobrý“ znamená, ţe sluţba je pouţitelná nebo lepší neţ při 
základních parametrech EDCA. Stav „špatný“ značí, ţe daná kategorie je prakticky 
nepouţitelná z důvodu upřednostňování druhé kategorie. Parametry ţlutě označeného 
měření č. 10 v tabulce byly pouţity do všech grafů níţe se změnou parametrů EDCA. 
Toto nastavení se jevilo jako nejlepší pro danou síť s daným zatíţením. Za těchto 
podmínek bylo dosáhnuto zlepšení přenosů Best Effort na úkor hlasových přenosů 
Voice. Při další změně parametrů o jeden krok se scénář skokově změnil a sluţba dříve 
s dobrou kvalitou byla nepouţitelná. Měření bylo prováděno pro různé hodnoty 
parametrů a různě zatíţenou síť. Tabulka 6.1 je jen ukázkou, jak měření probíhalo. 
Měření bylo značně časově náročné, neboť při kaţdé změně parametrů bylo nutné 
odsimulovat celý projekt a zkontrolovat změny v řadě charakteristik. 
 53 
 
Graf 6.7: Packet Delay Variation při změně parametrů EDCA 
 
 
V grafu 6.7 výše je vidět drobné zhoršení Packet Delay Variation při změně parametrů 
EDCA oproti standardem definovaným hodnotám v 802.11e. Při dalším kroku 
v nastavování parametrů došlo k takřka „digitálnímu“ přepnutí. Delay Variation 
vyrostlo aţ na 600 ms, coţ by zapříčinilo nepouţitelnou hlasovou komunikaci. Naopak 
zpoţdění FTP kleslo ke 100 ms, coţ je výborné oproti původnímu aţ 1s zpoţdění.   
 
 
Zpoţdění kategorie Voice jen drobně narostlo, viz. Graf 6.7. Zpoţdění sluţeb typu Best 
Effort kleslo, coţ bylo cílem testování. Z charakteristiky 6.9 je zřejmé, ţe propustnost 
kategorie Best Effort se nepatrně zvýšila. Naproti tomu prostupnost sluţeb typu Voice 


















Graf 6.10: Propustnost kategorie Best Effort při změně parametrů EDCA 
 
 
Graf 6.11: Propustnost kategorie Voice při změně parametrů EDCA 
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7 Závěr 
V dnešní době se stále častěji vyuţívá technologií VoIP jako alternativy ke stávajícím 
telefonním sítím, jak v komerčním tak uţ i v soukromém sektoru. Sluţby jsou daleko 
levnější neţ klasická telefonie po pevné síti poskytovaná celostátními operátory. Jejich 
implementace spočívá ve vyuţití současných počítačových sítí. Technologie 
počítačových sítí jsou daleko pokročilejší a efektivněji vyuţívají přenosových médií. 
 
Téma bakalářské práce VoIP a QoS jsem si vybral z důvodu mého zájmu o tuto 
problematiku a z důvodu rozšíření mých dosavadních znalostí týkajících se VoIP. Práce 
pojednává o VoIP z hlediska zajištění poţadované QoS. Jsou zde popsány základní 
protokoly vyuţívané pro VoIP technologie. Jsou nastíněny jejich vlastnosti, funkce, 
architektura a výhody i nevýhody při uţití v reálném provozu. Dále je projekt teoreticky 
zaměřen na QoS a hlavní parametry QoS, jako je zpoţdění, ztrátovost a jitter. Jejich 
vzájemné souvislosti v návaznosti na kvalitu přenášeného hlasu po IP síti jsou 
znázorněny v tabulce 3.1. Následující část práce teoreticky popisuje dvě základní 
metody IntServ a DiffServ, které se v současné době pouţívají pro zajištění stanovené 
QoS v IP sítích. Dále je teoreticky i prakticky popsána a odzkoušena QoS v sítích 
WLAN. Cílem praktických simulací v Opnet Modeleru bylo sestavit model Wi-Fi sítě 
s podporou QoS. Dále byl hlavně kladen důraz na hledání kompromisu mezi přenosy 
Best Effort a Voice. Při mírném zhoršení kvality hlasu, mělo dojít k zlepšení 
prostupnosti Best Effortu. Toto se i částečně povedlo, ale představy o zlepšení a 
průběhu simulací byly lepší. Bohuţel kvůli „digitálnímu“ chování jednotlivých 
kategoriích EDCA při změně parametrů se nedalo dosáhnout lepších výsledků simulací. 
Samotné hledání kompromisu a neustálé opakování simulací při změnách parametrů 
bylo velmi časově náročné.  
 
Zadání bakalářské práce bylo splněno a práce podává ucelený pohled do problematiky 
zajištění kvality sluţeb v návaznosti na VoIP přenosy. Jsou zde uvedeny teoretické 
podklady pro parametry QoS a dále metody zabezpečení v sítích LAN i WLAN 
s ohledem na nové trendy. Praktické simulace ukazují účinnost nových metod zajištění 





AC – Access Category – Přístupová kategorie 
AF - Assured Forwarding - Zaručené doručení 
AIFS - Arbitration Interframe Space – Mezirámcová mezera mechanismu EDCA 
ATM - Asynchronous Transfer Mode – Asynchronní přenosový mód 
BE - Best Effort - Provoz bez priority 
BA - Behavior Aggregate - Druh třídiče 
BK – Background Traffic – Provoz na pozadí 
BSS - Basic Service Set – Sada základních sluţeb 
Core Router – Páteřní směrovač 
CSMA - Carrier Sense Multiple Access -  
CW – Conention Windows – Okno soutěţení 
DCF - Distributed Coordination Function – Distribuční koordinační funkce 
DiffServ - Differentiated Service- Diferencovaná sluţba 
DIFS - Distributed Coordination Function Interframe Space – Mezirámcová mezera 
DCF 
DS - Differentiated Service - Rozlišované sluţby 
DSCP - Differentiated Service Code Point – Diferencovaný servisní kód 
EDCA – Enhanced Distributed Channel Access – Rozšířený distribuovaná přístup ke 
kanálu 
EDCF – Enhanced Distributed Coordination Function – Rozšířená distribuční 
koordinační funkce 
EF - Expedited Forwarding - Urychlené doručení 
FTP – File Transfer Protocol - Interaktivního přenosu souborů 
HCCA – HCF Controlled Channel Access – Přístup ke kanálu kontrolovaný HCF 
HCF – Hybrid Coordination Function – Hybridní koordinační funkce 
HTML - Hyper Text Markup Language – Jazyk pro tvorbu www 
HTTP - Hyper Text Transfer Protocol - Internetový protokol pro výměnu 
hypertextových 
dokumentů ve formátu HTML 
IEEE - Institute of Electrical and Electronics Engineers - Instituce definující elektrické 
normy a standardy 
IETF - Internet Engineering Task Force - Významná a rozsáhlá mezinárodní komunita 
působící v oblasti Internetu 
IntServ – Integrated Services - Integrované sluţby 
IP – Internet Protocol – Internetový protokol 
ISDN – Integrated Services Digital Network – Integrovaná digitální síť 
ITU – International Telecomunication Union – Mezinárodní telekomunikační unie 
LAN – Local Area Network - Lokální počítačová síť 
MAC – Media Access Control -  
MOS – Mean Opinion Score -  
OM - Opnet Modeler – Simulační prostředí firmy OPNET 
PCF - Point Coordiantion Function - Centralizovaná koordinační funkce 
PHB – Per Hop Behaviour -  
PIFS - Point Coordination Function Interframe Space – Mezirámcová mezera 
centralizované koordinační funkce 
POTS - Plain Old Telephone Service – klasická telefonní síť 
QBSS - QoS-supporting BSS – Sada sluţeb podporující QoS 
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QoS - Quality of Service – Kvalita sluţeb  
RSVP - Resource reSerVation Protocol – Rezervační protokol pro zajištění podpory 
kvality sluţeb 
RTCP – Real Time Kontrol Protocol – řídící a monitorovací protokol UDP protokolu 
RTP – Real Time Transport Protocol – Protokol pro přenos v reálném čase 
SIFS – Short Interframe Space – Krátká mezirámcová mezera 
SIP – Session Initiation Protocol – signalizační protokol pro VoIP 
SLA - Service Level Agreement – Dohoda o úrovni sluţby 
TCA - Traffic Conditioning Agreement – Dohoda o stavu sluţby 
TCP - Transmission Control Protocol - Protokol zaměřený na konektivitu, pracující ve 
čtvrté vrstvě OSI modelu 
TXOP - Transmission Oportunity – Příleţitost vysílání 
UDP - User Datagram Protocol - Transportní protokol zajišťující nespolehlivou 
datagramovou sluţbu 
Vi - Video 
Vo – Voice - hlas 
VoIP – Voice over IP – Telefonování přes internet 
XML - eXtensible Markup Language - Rozšiřitelný značkovací jazyk 
WLAN – Wireless Local Area Network – Bezdrátová síť 
WWW - World Wide Web – “Celosvětová pavučina“ - zkráceně web 
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