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Pričujoče diplomsko delo govori o elektronskem arhiviranju dokumentarnega gradiva 
s primerom na Zavodu za zdravstveno zavarovanje Slovenije. Nahajamo se v dobi 
vse večjega naraščanja števila dokumentov, kar predstavlja organizacijam vse večje 
stroške, povezane s hranjenjem dokumentarnega gradiva. To so stroški za kadre, 
potrošni material, elektrika in njegovo vzdrţevanje. Največji problem predstavlja 
kopičenje arhivskega gradiva in s tem povezano pomanjkanje arhivskega prostora za 
hranjenje dokumentarnega gradiva. Da bi se rešili navedenih teţav in problemov, 
predstavlja idealno rešitev uvedba elektronskega načina arhiviranja dokumentarnega 
gradiva. Elektronski arhiv lahko vzpostavimo sami ali pa se posluţujemo storitev 
zunanjega izvajalca, ki nam v celoti in po meri vzpostavi elektronski arhiv; omogoča 
takojšni dostop do iskanih dokumentov s hitrim iskanjem, dopolnjevanjem, 
pregledovanjem. To so samo nekatere izmed prednosti, ki jih prinaša uvedba, 
predvsem pa uporaba elektronskega arhiva.  
 
 
Ključne besede: elektronsko arhiviranje, dokumentarno gradivo, Zakon o varstvu  
dokumentarnega in arhivskega gradiva ter arhivih, Enotne tehnološke zahteve, 




My diploma work is about electronic archiving of documents, taking  the Health 
Insurance Institute of Slovenia as an example. In institutions the number of 
documents is constantly increasing, resulting in high cost of keeping records. The 
main contributors to this are: personnel, soft goods, electricity, maintenance of 
keeping records, and especially the lack of archiving space. Archiving documents 
electronically is ideal for avoiding piling up of documents as well as reducing their 
access time. We can set up the electronic archive by ourselves or acquire the 
services of an expert. Searching tools enable us immediate access to documents, in 
addition, review and supplementing are simplified and shortened. Those are only 
some of the advantages offered by digital archiving. 
  
Key words: electronic archiving, documents, Document and Archive Protection Act, 
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1.1 IZHODIŠČE DIPLOMSKEGA DELA 
 
Danes smo v dobi, ko v vsaki organizaciji nastajajo ogromne količine dokumentov, in 
da bi se izognili teţavam prostorske stiske arhivov, je bilo treba iti na sodobnejši 
način shranjevanja dokumentarnega gradiva. Elektronsko arhiviranje 
dokumentarnega gradiva je ţe v razmahu, saj vse večje organizacije, ki pri svojem 
poslovanju ustvarjajo ogromne količine dokumentov v papirnati obliki, prihajajo na 
sodobnejši, boljši način arhiviranja dokumentarnega gradiva. Elektronsko arhiviranje 
dokumentarnega gradiva prinaša izredno veliko prednosti, ki so predstavljene v 
nadaljevanju diplomskega dela; opisani pa so tudi načini izvedbe elektronskega 
arhiviranja dokumentarnega gradiva. 
 
 
1.2 NAMEN IN CILJI RAZISKAVE 
 
Namen diplomskega dela je spoznati načine izvedbe elektronskega arhiviranja 
dokumentarnega gradiva, postopek elektronskega arhiviranja dokumentarnega 
gradiva, na kaj je treba paziti in kaj je potrebno načrtovati ter sprejeti za izvedbo 
elektronske hrambe, predvsem pa poiskati takšen način elektronskega arhiviranja 
dokumentarnega gradiva, ki bi najbolje ustrezal Zavodu za zdravstveno zavarovanje 
Republike Slovenije. 
 
Cilja raziskave sta na pregleden, enostaven in razumljiv način prikazati vse potrebne 
dejavnike za izvedbo elektronskega arhiviranja dokumentarnega gradiva in prednosti 
elektronskega arhiviranja v primerjavi s klasičnim arhiviranjem. 
 
 
1.3 METODE DELA 
 
To diplomsko delo sem napisal s pomočjo širokopasovnega dostopa do spletnih 
strani, raznih strokovnih referatov, ki so govorili o elektronskem arhiviranju 
dokumentarnega gradiva, na podlagi notranjih informacij Zavoda za zdravstveno 
zavarovanje Republike Slovenije in nazadnje na podlagi strokovnih člankov enega od 
zunanjih izvajalcev za izvajanje storitev ţe večkrat omenjenega elektronskega 
arhiviranja dokumentarnega gradiva. 
 
 
1.4 STRUKTURA DIPLOMSKEGA DELA 
 
Diplomsko delo je razdeljeno na uvod, tri ključna poglavja in zaključek.  
Prvo poglavje, ki sledi uvodu, predstavlja Zavod za zdravstveno zavarovanje 
Slovenije. To poglavje je razdeljeno še na podpoglavja in na podpoglavja dveh 
podpoglavij.  
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Drugo poglavje, Arhiviranje, opredeljuje osnovne pojme s področja arhiviranja, 
natančneje opredeli sam pojem dokumentarno in arhivsko gradivo, kaj je 
mikrofilmanje, skeniranje in elektronsko arhiviranje, katero zakonodajo, predpise, 
navodila in zahteve je treba upoštevati za samo izvedbo elektronskega arhiviranja 
dokumentarnega gradiva ter kdaj in kako se dokumentarno gradivo uniči.  
Tretje poglavje govori o Digitalizaciji dokumentarnega gradiva na Zavodu za 
zdravstveno zavarovanje Slovenije. V tem poglavju so opisani vzroki za prehod na 
elektronsko hrambo dokumentarnega gradiva, prednosti elektronske oblike 
dokumentarnega gradiva, digitalizacija in elektronsko arhiviranje dokumentarnega 
gradiva, kaj so notranja pravila, kdo naj jih sprejme in kako jih je treba sprejeti, 
potem postopki za oddajo vlog za registracijo, za potrjevanje notranjih pravil in za 
akreditacijo opreme ter storitev z Zakonom o varstvu dokumentarnega gradiva in 
arhivskega gradiva ter arhivih (ZVDAGA), sledijo informacije o tem, kaj so enotne 
tehnološke zahteve, kakšni so nameni in cilji digitalizacije, kakšne so moţne rešitve 
problema za izvedbo elektronskega arhiviranja dokumentarnega gradiva ter kakšen 
je predlog rešitev za izvedbo elektronskega arhiviranja dokumentarnega gradiva na 
Zavodu za zdravstveno zavarovanje Slovenije. 
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2 ZAVOD ZA ZDRAVSTVENO ZAVAROVANJE SLOVENIJE 
 
 
2.1 PREDSTAVITEV ZAVODA ZA ZDRAVSTVENO ZAVAROVANJE SLOVENIJE 
 
Pred predstavitvijo Zavoda za zdravstveno zavarovanje Slovenije (ZZZS) bomo 
spoznali, v katero področje javnega sektorja spada. Javni sektor je sestavljen iz 
političnih sistemov, šolstva in raziskovalne sfere, zdravstva in socialne sfere ter 
kulture in javne uprave, znotraj katere so lokalna samouprava, javne sluţbe in 
drţavna uprava. Drţavna uprava je sklop vladnih sluţb, ministrstev z organi v sestavi 
in izpostavami ter upravnih enot. ZZZS spada v javni sektor, in sicer pod zdravstveno 
in socialno sfero. Za laţjo predstavo slika 1 prikazuje elemente javnega sektorja. 
 
 


















Vir: Ciuha (2004, str. 2). 
 
 
Na sliki 2 je prikazana organiziranost ZZZS na celotnem ozemlju Republike Slovenije.  
 
Slika 4 prikazuje organiziranost ene izmed desetih območnih enot, ki so prikazane na 
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Slika 3: Območne enote ZZZS 
 
Vir: Zavod za zdravstveno zavarovanje, 2007b. 
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Vir: Zavod za zdravstveno zavarovanje, 2007a.  
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»Zavod za zdravstveno zavarovanje Slovenije (v nadaljevanju: Zavod) je bil 
ustanovljen 1. marca 1992 na podlagi 12. člena Zakona o zdravstvenem varstvu in 
zdravstvenem zavarovanju (v nadaljevanju: Zakon). Danes deluje kot javni zavod za 
izvajanje obveznega zdravstvenega zavarovanja (v nadaljevanju: OZZ). Na podlagi 
62. člena Zakona je Zavod za izvajanje prostovoljnih zdravstvenih zavarovanj 1. 
Novembra 1999 ustanovil Vzajemno zdravstveno zavarovalnico d.v.z. Osnovna 
funkcija Zavoda je izvajanje OZZ. Zavod zagotavlja učinkovito zbiranje in 
razdeljevanje javnih sredstev za kakovostno uresničevanje pravic iz tega naslova. 
Sredstva, zbrana z obveznim plačevanjem prispevkov, se porabijo za pravice, ki 
pripadajo zavarovancem iz OZZ. Te pravice pa so naštete v 23 - 44. členu Zakona« 
(Tratnik, 2007, str. 4). 
 
»Obvezno zdravstveno zavarovanje se izvaja po načelih socialne pravičnosti in 
solidarnosti med zdravimi in bolnimi, starimi in mladimi, bogatimi in revnimi. 
Zdravstveno zavarovanje je v Republiki Sloveniji (v nadaljevanju: RS) obvezno za vse 
drţavljane RS s stalnim prebivališčem v RS, plačilo predpisanega prispevka pa je 
vezano na vir, ki zavarovancu zagotavlja osnovno socialno varnost (zaposlitev, 
pokojnina, samostojna dejavnost, invalidnine, lastna sredstva, druţbene pomoči). V 
primeru, da slovenski drţavljan nima nobene podlage za zavarovanje, nikogar, ki bi 
ga bil dolţan preţivljati, niti nobenih lastnih sredstev, ga mora zavarovati občina, kjer 
stalno prebiva. Zavarovane osebe so zavarovanci in njihovi druţinski člani. 
Zavarovanci so podrobneje opredeljeni v 15. členu Zakona« (Tratnik, 2007, str. 4). 
 
 
2.2 PRAVNA UREDITEV DELOVANJA ZAVODA ZA ZDRAVSTVENO 
ZAVAROVANJE SLOVENIJE 
 
Zavod za Zdravstveno zavarovanje Slovenije, kot vsi javni zavodi, deluje na podlagi 
zakonov in pravil. To zagotavlja preglednost in zakonitost delovanja. V nadaljevanju 
so predstavljeni zakoni in pravila, po katerih zavod deluje. 
 
2.2.1 Zakon o zdravstvenem varstvu in zdravstvenem zavarovanju 
»Zakon o zdravstvenem varstvu in zdravstvenem zavarovanju je kot temeljni in 
osnovni zakon, ki v celoti ureja sistem zdravstvenega varstva in zdravstvenega 
zavarovanja, določa nosilce druţbene skrbi za zdravje in njihove naloge, zdravstveno 
varstvo v zvezi z delom in delovnim okoljem, ureja odnose med zdravstvenim 
zavarovanjem in zdravstvenimi zavodi ter skrbi za uveljavljanje pravic iz 
zdravstvenega zavarovanja. Zakon je bil objavljen v Uradnem listu RS št. 9-
459/1992, veljati pa je začel 1. 3. 1992. Do danes je Zakon doţivel veliko sprememb 
in dopolnitev« (Tratnik, 2007, str. 4). 
 
2.2.2 Pravila obveznega zdravstvenega zavarovanja 
»Pravila obveznega zdravstvenega zavarovanja kot splošni akt Zavoda podrobneje 
urejajo vrste in obseg pravic, obveznosti zavarovancev in zavarovanih oseb, pogoje 
in postopke za uresničevanje pravic, standarde zdravstvenih storitev in pripomočkov, 
varstvo pravic zavarovanih oseb ter nenazadnje nadzor uresničevanja pravic in 
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obveznosti. Če ta okvir pravil obveznega zdravstvenega zavarovanja izvajalec preseţe 
in samostojno ureja sistem pravic in način njihovega uveljavljanja, s tem krši ustavno 
načelo zakonitosti« (Tratnik, 2007, str. 5). 
 
2.2.3 Drugi zakonski predpisi 
»Pri spoznavanju drugih zakonskih predpisov in aktov, bi omenil predvsem naslednje 
zakone, ki dajejo pravno podlago za dejavnost Zavoda: 
 Zakon o zdravstveni dejavnosti, 
 Zakon o zdravstveni sluţbi, 
 Zakon o lekarniški dejavnosti, 
 Zakon o nalezljivih boleznih, 
 Zakon o zdravilih, 
 Zakon o zavarovanju za varnost in zdravje pri delu in 
 Zakon o zavarovanju za dolgotrajno nego.  
 
Zgoraj navedeni zakoni so neposredno ali posredno povezani s področjem 
zdravstvenega varstva in zdravstvenega zavarovanja« (Tratnik, 2007, str. 5). 
 
 
2.3 SPLOŠNI AKTI ZAVODA ZA ZDRAVSTVENO ZAVAROVANJE SLOVENIJE 
 
Splošni akti zavoda so predvsem statut o ustanovitvi zavoda, kolektivna pogodba in 
akti ter predpisi, ki določajo njegovo organiziranost. Ti predpisi podrobneje določajo 
njegovo delovanje, pravice in obveznosti do zaposlenih ter predvsem do  
zavarovancev kot uporabnikov storitev. 
 
2.3.1 Statut Zavoda za zdravstveno zavarovanje Slovenije 
»Statut Zavoda v splošnih določbah določa, da je Zavod edini nosilec in izvajalec 
obveznega zdravstvenega zavarovanja za območje RS. Dejavnost OZZ opravlja Zavod 
kot javno sluţbo. Zavod upravlja skupščina, ki jo sestavljajo predstavniki delodajalcev 
in predstavniki zavarovancev. Izvršilni organ je upravni odbor, generalni direktor pa 
je poslovodni organ. Drţava kot ustanoviteljica ohranja v skladu z zakonodajo 
poglavitne vzvode vplivanja in nadzora nad dejavnostjo Zavoda. V statutu so tudi 
odločbe, ki se nanašajo na organizacijo Zavoda, uresničevanje strateškega 
razvojnega programa z izpeljavo posameznih projektov, določbe, ki opredeljujejo 
financiranje zdravstvenega zavarovanja in urejanje odnosov z izvajalci zdravstvenih 
storitev. Nad celotno dejavnostjo Zavoda je potrebno redno zagotavljati tudi 
izvajanje različnih vrst nadzora. Statut vsebuje tudi odločbe o pravicah, obveznostih 
in odgovornosti delavcev Zavoda ter določa, da je potrebno varovanje podatkov o 
zavarovanih osebah in dokumentacije« (Tratnik, 2007, str. 5). 
 
2.3.2 Kolektivna pogodba delavcev zdravstvenega zavarovanja Slovenije 
»Kolektivna pogodba o obligacijskem delu določa, da se z njo opredeljujejo pravna 
razmerja med obema strankama; to so na eni strani predstavniki delodajalcev in na 
drugi strani predstavniki delavcev oziroma sindikat delavcev zdravstvenega 
zavarovanja Slovenije. Normativni del kolektivne pogodbe pa ureja pravice in 
8 
obveznosti, ki izhajajo iz delovnega razmerja za posamezno pogodbeno stranko. 
Potrebno je poudariti, da lahko daje kolektivna pogodba več pravic kot jih daje 
zakon, nikakor pa ne more zakonskih pravic omejevati ali zmanjšati. Opozoriti pa je 
potrebno tudi na to, da je Zakon o delovnih razmerjih glavni primerjalni kriterij 
usklajenosti« (Tratnik, 2007, str. 5). 
 
2.3.3 Akti in predpisi, ki določajo organiziranost Zavoda za zdravstveno    
zavarovanje Slovenije 
Akti in predpisi, ki določajo organiziranost Zavoda za zdravstveno zavarovanje 
Slovenije so: Pravilnik o notranji organizaciji in sistematizaciji delovnih mest ter 
določbe, ki opredeljujejo organiziranost Zavoda (po Tratnik, 2007, str. 6). 
 
Pravilnik o notranji organizaciji Zavoda določa: 
 cilje strukturiranja organizacijske zgradbe Zavoda, 
 kriterije za oblikovanje organizacijskih enot, 
 organizacijsko zgradbo Zavoda, 
 vodenje Zavoda, 
 naloge, pristojnosti in odgovornosti organizacijskih enot, 
 projektno vodenje, 
 pristojnosti, odgovornosti in pooblastila ter 
 funkcionalno povezanost organizacijskih enot. 
 
Pravilnik o sistematizaciji delovnih mest pa določa mikroorganizacijo Zavoda. S tem 
pravilnikom so natančneje in podrobneje opisana posamezna delovna mesta v 
Zavodu ter pogoji, ki so potrebni za zasedbo posameznega delovnega mesta.  
 
Določbe, ki tudi opredeljujejo organiziranost Zavoda, najdemo še v naslednjih 
pravilnikih, in sicer: 
 Pravilnik o poslovnem času, uradnih urah in delovnem času Zavoda, 
 Pravilnik o napredovanju delavcev v Zavodu, 
 Pravilnik o izobraţevanju ter 






3.1 OSNOVNI POJMI S PODROČJA ARHIVIRANJA 
 
Na področju arhiviranja poznamo naslednje pojme (po Ţumer, 2001). 
 Dokument je vsak posamezni izvirni ali reproducirani zapis ne glede na vrsto 
nosilca zapisa (pergament, papir, fotografski papir, filmski trak, magnetni disk, 
optični disk ali zgoščenka, magnetno-optični diski in drugi). Ločimo jih tudi glede 
na način zapisa (rokopis s pisalom, pisalni stroj, magnetni, optični način), ki 
vsebuje podatke, sporočila ali druge vsebine (sliko, zvok). Razlikujemo jih po 
vrstah, naslovih, vsebini, po zaupnosti (javni, zaupni, interni), po izvoru (prejeti, 
lastni, odposlani) in po zvrsti (uradni, poslovni, osebni). Dokumente pri 
pisarniškem poslovanju zdruţujemo v zadeve in dosjeje. Dokumenti imajo lahko 
tudi priloge, kot so zapisi ali predmeti, ki dokument dopolnjujejo, pojasnjujejo ali 
dokazujejo njegovo vsebino. 
 Listina je dokument s pravno veljavo. Listina torej dokazuje pravno veljavnost. 
Vsebovati mora vse elemente, ki jih predpisuje Zakon o splošnem upravnem 
postopku in drugi predpisi. Zanjo se štejejo statuti, odločbe, sklepi, spričevala, 
potrdila in druge javne listine. 
 Akt je posamezen dokument, ki se ga uporablja v povezavi s pravnimi akti, na 
primer pravilniki, statuti. 
 Spis je ena izmed osnovnih pisarniških oziroma arhivskih enot. 
 Pisanje je dokument s prilogami pri poslovanju pravosodnih organov. Posamezna 
pisanja so v sodnem spisu kronološko evidentirana. Na vsako pisanje se v desni 
zgornji kot vpišejo: označba vrste vpisnika, zaporedna številka spisa iz vpisnika in 
vse štiri številke letnice, ki se ji doda redna številka pisanja iz popisa spisa (na 
primer: P 10/1994-1). 
 Elektronski zapisi so podatki, sporočila in druge vsebine, ki nastajajo oziroma 
so zapisane pri elektronskem (računalniškem) poslovanju s pomočjo informacijske 
in komunikacijske tehnologije na magnetnih in optičnih nosilcih. Shranjeni so na 
elektronski način. Elektronsko sporočilo je niz podatkov, ki so poslani ali prejeti na 
elektronski način, kar vključuje predvsem elektronsko izmenjavo podatkov in 
elektronsko pošto. 
 Zadeva je celota vseh dokumentov, ki se nanašajo na isto vsebinsko vprašanje 
ali temo in isto pravno ali fizično osebo. Zadeva je osnovna pisarniška oziroma 
arhivska enota zdruţenih dokumentov. Ločimo stvarne in osebne zadeve. Stvarne 
zadeve se nanašajo na splošno vsebino, temo ali vprašanje (volitve, referendum), 
osebne zadeve pa na določene pravne ali fizične osebe (npr. Fran Cankar, 
gradbeno dovoljenje; Izidor Gorenjc, oroţni list). Pri pisarniškem poslovanju se v 
zadevi posamezni dokumenti posebej evidentirajo v kartotečnem kazalu ali v 
računalniški evidenci. 
 Dosje predstavlja celoto dokumentov različne vsebine oziroma je celota različnih 
zadev, ki se nanašajo na isto pravno ali fizično osebo (zdravstveni, policijski 
dosje) ali na isto vrsto dokumentov z različno vsebino (zapisniki sej, inšpekcijski 
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zapisniki). Sestavljen je iz kopij dokumentov. Evidentira se podobno kot zadeva. 
Dosje je ena izmed oblik zdruţevanja zadev. 
 Sodni spis je celota vseh pisanj (dokumentov, listin) pri poslovanju pravosodnih 
organov, ki se nanašajo na isto fizično ali pravno osebo. Sodni spisi se 
evidentirajo v vpisnikih, pomoţnih evidencah in abecednih imenikih, ki jih vodijo 
pravosodni organi v skladu s sodnimi poslovniki oziroma sodnimi redi, ločeno po 
vrstah zadev. V vsakem spisu je voden popis spisa, ki je lahko natisnjen na 
notranji strani ovitka. 
 Dokumentarno gradivo sestavljajo izvirni ali reproducirani pisani, risani, 
tiskani, fotografirani, filmani, fonografirani, magnetno, optično ali kako drugače 
nastali dokumenti oziroma zapisi, ki so bili prejeti ali so nastali pri poslovanju ali 
delu pravnih ali fizičnih oseb. Glede na različna področja nastajanja dele 
dokumentarnega gradiva imenujemo tudi tehnična, računovodska, zdravstvena, 
šolska in druga dokumentacija. 
 Arhivsko gradivo je manjši del dokumentarnega gradiva pravne ali fizične 
osebe, ki ima trajen pomen za zgodovino, kulturo in druge znanosti. Arhivsko 
gradivo so statuti, javne evidence in katastri, odločbe, pomembne zadeve iz 
upravnega postopka, izbrani sodni spisi, fotografije, filmi in tako naprej. 
 Javno arhivsko gradivo je izbrano dokumentarno gradivo javne pravne osebe, 
na podlagi pisnih navodil pristojnega javnega arhiva. Javno arhivsko gradivo je 
kulturni spomenik. 
 Zasebno arhivsko gradivo nastane pri pravnih ali fizičnih osebah zasebnega 
prava. Lastniki zasebnega arhivskega gradiva ga lahko hranijo ali pa ga izročijo 
javnemu arhivu v obliki depozita, volila, darila ali odkupa. 
 Pisarniško poslovanje oziroma ravnanje z zapisi obsega postopek 
sprejemanja, evidentiranja, reševanja, kreiranja, odprave in hranjenja 
dokumentarnega gradiva v procesu poslovanja in dela ustanov ter posameznikov. 
Evidence pisarniškega poslovanja vsebujejo podatke o dokumentih in zadevah ter 
obenem evidentirajo opravljanje del in nalog ustanove.   
 Glavna pisarna je notranja organizacijska enota, ki je zadolţena za: centralno 
sprejemanje, odpiranje in pregledovanje vseh vrst pošte, signiranje in 
klasificiranje zadev ter dokumentov, vodenje evidenc o zadevah in dokumentih, 
vodenje zadev v reševanju, vodenje rokovnika, odpravo pošte, vodenje tekoče 
zbirke dokumentarnega gradiva in vodenje arhiva. V manjših ustanovah naloge 
glavne pisarne običajno opravlja tajništvo. 
 Rokovnik je organizirana oblika »čakanja« dokumentov in zadev v procesu 
pisarniškega poslovanja, kadar se pričakuje dodatne dokumente ali kadar tečejo 
roki za določena dejanja v upravnih postopkih. 
 Klasifikacijski načrt je sistem za razvrščanje dokumentov, zadev in dosjejev na 
podlagi vsebine, ki jo v ustanovah opredeljujejo pristojnosti, naloge, poslovne 
funkcije, predmet poslovanja ali dejavnosti ustanove. Klasifikacijski načrt je 
običajno sestavljen na podlagi tri - do pet mestne decimalne klasifikacije in opisa 
vsebine posameznih klasifikacijskih znakov. Klasifikacijski načrt mora imeti tudi 
stvarno kazalo stvarnih gesel oziroma vsebin. 
 Klasifikacijski znak je številčni znak, vzet iz klasifikacijskega načrta, s katerim 
se dokumenti ali zadeve razvrščajo po vsebini. Klasifikacijski znaki se v načrtu 
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klasifikacijskih znakov ne smejo črtati, temveč za nove vsebine po potrebi le 
dodajati. 
 Signirni načrt vsebuje številčne ali črkovne oznake organizacijskih enot 
ustanove in delovnih mest oziroma imen in priimkov delavcev, ki rešujejo in 
ustvarjajo dokumente in zadeve. Signirni načrt se uporablja za signiranje 
dokumentov in zadev v prejemni štampiljki in v pisarniških evidencah oziroma je 
osnova za dodeljevanje zadev v reševanje. 
 Signirni znak je številčna ali črkovna oznaka določene organizacijske enote 
ustanove in delovnega mesta v signirnem načrtu. Izjemoma lahko signirni znak 
predstavlja tudi samo okrajšavo imena in priimka delavca, ki zadevo rešuje. 
 Šifra zadeve je številčna oznaka zadeve iz pisarniške evidence, sestavljena iz 
klasifikacijskega znaka, ki označuje določeno vsebino, zaporedne številke zadeve 
v okviru tega znaka in okrajšane letnice leta, v katerem je zadeva nastala. 
 Prejemna štampiljka ima obliko obrazca, ki se odtisne v desni zgornji kot 
vsakega prejetega dokumenta. Vsebuje datum prejema dokumenta, šifro zadeve, 
signirni znak in podatke o prilogah ter vrednotnicah, priloţenih dokumentu.  
 Evidenca dokumentarnega gradiva pri pisarniškem poslovanju so knjige, 
kartoteke, obrazci ali računalniški programi, v katere vpisujejo prejeto, lastno in 
odposlano dokumentarno gradivo posamezne ustanove, vključno s podatki o 
celotnem procesu njihovega reševanja in arhiviranja, praviloma v obdobju enega 
leta. Osnovne vrste evidenc pri pisarniškem poslovanj so: 
 delovodniki in abecedna kazala, 
 vpisniki pravosodnih organov z abecednimi imeniki pravnih in fizičnih oseb, 
 kartotečna kazala zadev in dokumentov v zadevi, 
 seznam prejete in odposlane pošte in 
 najnovejše računalniške evidence. 
 Tehnične enote dokumentarnega gradiva fizično varujejo in povezujejo 
dokumentarno gradivo pri pisarniškem poslovanju in arhiviranju. Sodobno gradivo 
je v tehnične enote tudi zapisano. Najpogostejše tehnične enote so: ovoj, srajčka, 
fascikel oziroma sveţenj, rednik oziroma registrator, arhivska škatla, mapa, kolut, 
tulec, magnetni trak, kaseta, zgoščenka. 
 Označevanje tehničnih enot gradiva. Vse tehnične enote morajo biti 
označene z nazivom ustanove, nazivom oţje organizacijske enote, kratko vsebino, 
ki je lahko šifrirana, časovnim obdobjem nastanka gradiva, podrobnejšimi 
časovnimi, abecednimi in številčnimi oznakami vloţenega gradiva  ter rokom 
hranjenja gradiva ali oznako, da gre za trajno dokumentarno gradivo (oznaka T) 
ali za arhivsko gradivo (oznaka A). 
 Arhiviranje je postopek prevzemanja, hranjenja, vzdrţevanja, strokovne 
obdelave in uporabe dokumentarnega ali arhivskega gradiva v zbirki 
dokumentarnega gradiva oziroma v arhivu ustanove ali posameznika. Arhivira se 
dokumentarno gradivo, ki je rešeno oziroma zaključeno (ad acta) in ni več 
neposredno (stalno) potrebno za tekoče poslovanje. Dokumentarno gradivo se 
arhivira zaradi različnih potreb in se ga hrani v arhivu ustanove, dokler ne 
potečejo roki hranjenja, ki jih narekujejo predpisi in potrebe poslovanja, ali dokler 
se del dokumentarnega gradiva, ki ima značaj arhivskega gradiva, ne odbere in 
izroči pristojnemu javnemu ali zasebnemu arhivu. 
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 Arhivske enote imenujemo fizično zdruţene dokumente, ki se oblikujejo 
oziroma nastanejo ţe pri pisarniškem poslovanju. Arhivske enote so spisi, zadeve, 
sodni spisi, dosjeji, več zdruţenih dokumentov iste vrste ali posamezni dokumenti, 
kot na primer poročilo, zapisnik, knjiga, plakat, načrt, prospekt, fotografija in tako 
dalje. 
 Arhivski fond zajema arhivsko gradivo ene pravne ali fizične osebe in je 
običajno razčlenjen na arhivske enote. Če so arhivske enote tudi popisane, jih 
vzporedno oziroma hkrati imenujemo popisne enote. 
 Tekoča zbirka dokumentarnega gradiva je prostor, v katerem se hranijo 
rešene zadeve in dokumenti za tekoče leto in še dve leti po dokončni rešitvi. 
Tekočo zbirko gradiva ustanove običajno hranijo v glavni pisarni ali v pisarniških 
oziroma poslovnih enotah. 
 Stalna zbirka dokumentarnega gradiva se hrani v določenih prostorih, ki je 
po predpisih in standardih opremljen in vzdrţevan prostor, v katerem se hranijo 
rešene zadeve in dokumenti skupaj z evidencami, ki jih mora ustanova hraniti več 
kot dve leti. 
 Mikrofilmanje dokumentarnega gradiva je ena izmed oblik arhiviranja, ki 
zagotavlja dolgo dobo hranjenja mikrofilmov - do sto let. Velike prednosti prinaša 
pri prihranku prostora za hranjenje gradiva in pri pretoku informacij. Postopki 
mikrofilmanja, varovanja in uporabe so standardizirani. 
 Skeniranje dokumentarnega gradiva je oblika zapisovanja, reproduciranja 
oziroma snemanja in shranjevanja dokumentov s pomočjo računalniške strojne 
ter programske opreme z moţnostjo prikazovanja na računalniškem zaslonu in 
shranjevanja skeniranih slik dokumentov na papirju ali mikrofilmu, na magnetnih 
in optičnih nosilcih. 
 Roki hranjenja dokumentarnega gradiva so časovno opredeljena obdobja 2, 
5, 10 let ali T – trajno, do katerih je treba dokumentarno gradivo hraniti. 
 Uničevanje nepotrebnega dokumentarnega gradiva je predpisan postopek 
izločanja oziroma uničevanja nepotrebnega dokumentarnega gradiva, ki so mu 
potekli predpisani roki hranjenja, ki nima več pomena za poslovanje ustanove ali 
ki ni določeno kot arhivsko gradivo. Nepotrebno dokumentarno gradivo se uničuje 
tako, da se v neposredno surovinsko predelavo oddaja komisijsko z zapisnikom o 
uničenju, vendar brez soglasja javnih arhivov. Za uničenje dokumentarnega 
gradiva je v celoti odgovorna ustanova sama. Zapisniki o uničenju, v katerem je 
gradivo le okvirno popisano, se hranijo trajno. 
 Odbiranje arhivskega gradiva se opravi po predpisanem postopku, na podlagi 
katerega se iz dokumentarnega gradiva odbere arhivsko gradivo. Pisno navodilo 
za odbiranje ustanovi pošlje pristojni arhiv. Arhivsko gradivo se odbira in izroča 
pristojnim arhivom zaradi potrebe zgodovine, drugih znanosti in kulture. Tako se 
ga lahko trajno uporablja za znanstvenoraziskovalne, študijske, izobraţevalne, 
kulturne, pravne, upravne, poslovne, osebne in druge namene (po Ţumer, 2001, 
str. 50). 
 Izročanje arhivskega gradiva je predpisan postopek, po katerem mora javna 
ustanova v roku najkasneje 30 let od nastanka izročiti pristojnemu javnemu 
arhivu odbrano arhivsko gradivo. Arhivsko gradivo se izroči v originalu, urejeno, 
popisano, v zaokroţenih in kompletnih celotah ter tehnično opremljeno. Izročitev 
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in prejem arhivskega gradiva se dokumentira z zapisnikom, v katerem lahko 
izročitelj določi pogoje uporabe gradiva v skladu z arhivskim zakonom in označi 
gradivo, ki je izjemoma še ostalo pri izročitelju (po Ţumer, 2001, str. 50). 
 
 
3.2 DOKUMENTARNO GRADIVO 
 
Pri delu in poslovanju javnih in zasebnih ustanov nastajajo najrazličnejši zapisi – 
dokumenti  (dokumentarno gradivo). Dokumentarno gradivo vsebuje pomembna 
dejstva, podatke, informacije, risbe, slike, glasove, glasbo, umetniške stvaritve in 
virtualno resničnost. Z razvojem informacijske tehnologije je dokumentarno gradivo 
prišlo iz najstarejših zapisov na kamnu in glinastih ploščicah prek papirusa, 
pergamenta, papirja, fotografskega in filmskega traku ter mikrofilma na magnetne in 
elektronske nosilce. Sam razvoj tehnike do srede 20. stoletja je povzročil 
hiperprodukcijo dokumentov tako po obsegu kot po vrstah in oblikah zapisov. Z 
razvojem druţbe, drţave in lokalne samouprave se veča tudi število ustvarjalcev 
dokumentarnega gradiva. Vse večji obseg dokumentarnega gradiva tako na papirju 
kot na magnetnih in optičnih nosilcih prinaša velike probleme glede zagotavljanja 
potrebnih tehničnih in prostorskih kapacitet za hranjenje. Velike količine gradiva 
ustvarjajo nepreglednost in s tem slabšo dostopnost oziroma uporabnost, hkrati pa 
zahtevajo visoke stroške hranjenja. Novejši nosilci zapisov dokumentarnega gradiva 
so v primerjavi s starejšimi, predvsem papirjem, vse manj obstojni in prinašajo 
številne pravne, organizacijske, tehnične ter druge arhivske probleme glede 
hranjenja, reproduciranja in uporabe (po Ţumer, 2001, str. 27). 
 
Vsak zapis imenujemo dokument, ki je po definiciji Uredbe o pisarniškem poslovanju 
in o dolţnostih upravnih organov do dokumentarnega gradiva iz leta 1994 vsak 
napisan, narisan, natisnjen, razmnoţen, fotografiran, fotokopiran, fonografiran, 
magnetno, optično ali kako drugače zapisan zapis, ki vsebuje podatke, pomembne za 
delo upravnega organa. »Dokumentarno gradivo so vse zadeve ter evidence o njih, 
druge evidence, ki jih vodi upravni organ, in druga gradiva, ki jih upravni organ 
prejme ali nastanejo pri njegovem delu. Dokumentarno gradivo so: spisi, listine in 
drugi posamični dokumenti, uradne knjige, kartoteke, karte, načrti, plakati, slikovni, 
filmski, zvočni in drugi nedefinirani zapisi ne glede na obliko zapisov informacij ali 
obliko njihovih nosilcev, ter digitalne ali analogne oblike zapisov računalniških 
obdelav skupaj s programsko opremo« (Ţumer, 2001, str. 28). Dokumentarno 
gradivo, ki nastaja v ustanovah, ne smemo omejiti samo na gradivo, ki je 
evidentirano in klasificirano na predpisan način s pisarniško uredbo, ampak moramo 
vanj vključiti tudi, kar je izvzeto, kot na primer tehnična dokumentacija, knjigovodska 
in računovodska dokumentacija, statistično gradivo ter gradivo, ki zaradi različnih 
tehničnih in/ali subjektivnih vzrokov ni evidentirano (po Ţumer, 2001, str. 29). 
 
Upravljanje z dokumentarnim gradivom v Zavodu za zdravstveno zavarovanje 
Slovenije je enotno za celotni zavod. Leta 2002 so na zavodu zaključili projekt 
poslovanja z dokumentarnim gradivom in projekt hrambe dokumentarnega gradiva. 
Rezultati teh dveh projektov so prinesli uskladitev internih aktov zavoda z 
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normativnimi akti, ki so urejali področje in reorganizacijo splošnih sluţb. Istega leta 
je bila ustanovljena tudi centralna glavna pisarna, ki skrbi za usklajeno delo glavnih 
pisarn zavoda in za njihovo enotno poslovanje. V njenem okviru je bilo zagotovljeno 
delovno mesto arhivarja, katerega naloge so zagotavljanje enotnosti pri hrambi 
gradiva v glavnih pisarnah zavoda, urejanje arhivskega gradiva zavoda, sodelovanje 
s pristojnimi arhivi in druge naloge. Največji del dokumentarnega gradiva v Zavodu 
predstavljajo dosjeji zavarovancev, znotraj katerih so zbrane vse zadeve, ki se 
nanašajo na posameznega zavarovanca. Priznavanje ene od pravic iz pokojninskega 
in invalidskega zavarovanja vpliva na priznavanje druge pravice, zato je nujno da so 
vse zadeve zbrane na enem mestu. V zavodu je bilo leta 2006 po ocenah pribliţno 
12.000 metrov dosjejev zavarovancev. Zavod je tudi upravljavec matične evidence 
zavarovancev in uţivalcev pravic iz pokojninskega in invalidskega zavarovanja. Zavod 
hrani prijave in odjave v zavarovanje, skladno z zakonom, dokumentacijo, potrebno 
za uvedbo in vodenje matične evidence; hrani jih najmanj 30 let, računano od 
pridobitev pravic na njeni podlagi, vendar ne manj kot 10 let od smrti uţivalca pravic 
(po Hriberšek Balkovec, 2007, str. 363). »Dokumentacija o osebah, o katerih se 
vodijo podatki v matični evidenci in ki niso pridobile pravic iz pokojninskega in 
invalidskega zavarovanja, se hrani najmanj 40 let (od zadnjega vpisa v matično 
evidenco)« (Hriberšek Balkovec, 2007, str. 364). Da so obvladovali vso to količino 
papirja, so leta 1971 uvedli poskusno snemanje dokumentacije na mikrofilm. Zavod 
ima v ta namen svoj oddelek za mikrofilm, kjer poteka prenos dokumentov iz fizične 
v mikrofilmsko obliko. Stalno zbirko dokumentarnega gradiva so preselili v nov 
prostor, kjer so zbrana gradiva organov zavoda za kadrovske zadeve, finančni 
dokumenti, statistično gradivo, pravilniki, navodila in ostalo gradivo, ki nastane pri 
poslovanju.  
 
3.2.1 Vrste dokumentarnega gradiva glede na različne nosilce zapisov in 
različne  načine zapisovanja 
Če dokumentarno gradivo razvrstimo na tipične vrste po načinu zapisa, s katerim se 
bolj ali manj srečujejo vse ustanove in tudi posamezniki, potem razlikujemo več vrst 
gradiv. 
 Pisano gradivo predstavljajo posamezni dokumenti, zadeve in dosjeji na papirju 
različnih vrst, nazivov in oblik. Takšni tipi pisanega gradiva so: pravilniki, 
zapisniki, vloge, odločbe, sklepi, potrdila, uradni dopisi, plani, poročila, gradbene 
zadeve, premoţenjsko-pravne zadeve, uradne oziroma javne evidence, poslovne 
in druge vrste evidenc, knjige in kartoteke. 
 Risano gradivo je gradivo, ki ponazarja objekte, stroje, izdelke, predmete, 
naselja, zemeljsko površje, scene, grbe, risbe. To so predvsem tehnična in 
tehnološka dokumentacija, gradbeni projekti, načrti, karte, zemljevidi in druga 
geodetska ter geološka dokumentacija na papirju, mikrofilmu ali na optično 
magnetnih nosilcih. 
 Tiskano gradivo, ki nastaja pri poslovanju ustanov, je predvsem zaradi 
potreb informiranja. Ta gradiva so: tiskana poročila, plani, zapisniki sej, objave 
predpisov, plakati, prospekti, vabila, programi, vizitke, boni, denar, tiskana 
navodila, jubilejne publikacije, interna glasila, časopisi in bilteni. 
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 Zvočni zapisi so gramofonske plošče, magnetofonski trakovi, magnetni, optični 
in drugi elektronski zapisi zvoka. 
 Slikovni zapisi so fotografije, diapozitivi, mikrofilmi, mikrofiši, filmi, videokasete, 
magnetoskopski trak, beta cam kaseta in drugi elektronski oziroma magnetni ter 
optični zapisi slik. 
 Računalniški (elektronski) zapisi so predvsem: luknjane kartice, luknjani 
trakovi, magnetni diski, magnetni trakovi, diskete, optični diski (CD ROM – 
Compact Disc – Read Only Memory), magnetno optični diski (WORM – Write 
Once, Read Many Times), najrazličnejša programska računalniška oprema, 
vključno z elektronsko pošto (po Ţumer, 2001, str. 29–30). 
 
 
3.3 ARHIVSKO GRADIVO 
 
Arhivsko gradivo je le del dokumentarnega gradiva oziroma dokumentacije ustanov 
in posameznikov in ima trajen pomen za zgodovino, druge znanosti ali kulturo. 
Arhivsko gradivo nastane tako, da ga ustanove na podlagi pisnih navodil pristojnega 
arhiva odberejo iz dokumentarnega gradiva in mu ga v predpisanem roku izročijo. S 
potekom časa dokumentarno gradivo izgubi osnovni pomen za tekoče poslovanje 
ustanove ali posameznika. Majhen del dokumentarnega gradiva, ki ga imenujejo 
arhivsko gradivo, pa kot zgodovinski vir za preučevanje naše preteklosti in  
sedanjosti ohranja trajen pomen. Arhivsko gradivo se lahko še dolgo uporablja v 
različne znanstvene, raziskovalne, izobraţevalne, kulturne in informacijske namene. 
Istočasno pa lahko še stoletja dolgo sluţi za različne pravne, upravne, poslovne in 
osebne potrebe (po Ţumer, 2001, str. 35). »Arhivsko gradivo je izvirno in 
reproducirano (pisano, risano, tiskano, fotografirano, magnetno, optično ali kako 
drugače zapisano) dokumentarno gradivo, ki je bilo prejeto ali je nastalo pri delu 
pravnih oziroma fizičnih oseb in ima trajen pomen za znanost in kulturo. Arhivsko 
gradivo je kulturni spomenik« (Ţumer, 2001, str. 35).  
 
Po Ţumerju (2001, str. 35–36) poznamo tri vrste arhivskega gradiva. 
 Javno arhivsko gradivo – na podlagi Zakona o arhivskem gradivu in arhivih 
določa, da je arhivsko gradivo organov drţavne oblasti, organov lokalnih 
samoupravnih skupnosti ter pravnih oseb, ki izvajajo javna pooblastila oziroma 
opravljajo javno sluţbo ter gradivo notarjev ali drugih oseb, ki izvajajo javna 
pooblastila oziroma opravljajo javno sluţbo, javna listina. Javno arhivsko gradivo 
javnih pravnih oseb je z Zakonom o arhivskem gradivu in arhivih razglašeno za 
kulturni  spomenik. 
 Zasebno arhivsko gradivo – je gradivo pravnih oseb zasebnega prava. To so 
zasebne gospodarske druţbe, podjetja in zavodi, politične stranke, društva in 
verske skupnosti. Pri fizičnih osebah je arhivsko gradivo zasebna lastnina. 
Arhivsko gradivo zasebnih ustanov in posameznikov lahko postane kulturni 
spomenik z razglasitvijo (odločbo) ministra za kulturo, na podlagi posebnih določb 
Zakona o arhivskem gradivu in arhivih ter v skladu s postopkom, ki ga določa 
Pravilnik o ravnanju z zasebnim arhivskim gradivom. Po Zakonu o arhivskem 
gradivu in arhivih iz leta 1997 je zasebno arhivsko gradivo tisto, ki je v javnih 
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arhivih postalo javna listina razen zasebnega arhivskega gradiva, ki je bilo 
oziroma je izročeno javnim arhivom le v hrambo v obliki depozita. 
 Filmsko arhivsko gradivo – Zakon o arhivskem gradivu in arhivih določa, da 
morajo slovenski javni in zasebni filmski producenti takoj po izdelavi filma izročiti 
izvirno filmsko arhivsko gradivo in eno filmsko projekcijsko kopijo Arhivu 
Republike Slovenije. Ministrstvo za kulturo pa mora producentom povrniti stroške 
za izdelavo intermediata in filmske kopije. Za filmsko arhivsko gradivo v Sloveniji 
je pristojen Arhiv Republike Slovenije. 
 
 
3.4 MIKROFILMANJE, SKENIRANJE, ELEKTRONSKO ARHIVIRANJE 
 
Sodobni načini zapisovanja podatkov in tehnične moţnosti reproduciranja gradiva na 
papirju v obliki mikrofilmanja in računalniškega skeniranja ter v končni fazi 
arhiviranja dokumentov na nosilcih informacij (mikrofilm, magnetni trakovi, 
zgoščenke, optični diski, magnetno-optični diski) predstavljajo pomemben prispevek 
k modernizaciji pisarniškega in celotnega poslovanja, posebno na področju 
informacijskega sistema in arhiviranja. S strojno in programsko opremo ter z nosilci 
informacij so omogočeni postopki, s katerimi lahko dostopamo do obdelanih 
zgoščenih podatkov hitreje in učinkovitejše. Prostor za shranjevanje gradiva postaja 
vse manjši v primerjavi s shranjevanjem gradiva na papirju in tudi cenejši. 
Mikrofilmanje gradiva (povzeto po Ţumer, 2001, str. 103) se izvede s postopkom 
reproduciranja dokumentarnega gradiva s papirja na film. Ta postopek se opravi s 
pomočjo pretočnih ali koračnih  mikrofilmskih kamer. Poznamo tri vrste 
mikrofilmanja: 
 na 16 mm ali 35 mm širok črno-bel ali barvni filmski trak s pribliţno 1000 posnetki 
na enem kolutu, 
 mikrofiše v obliki formatiranih mikrofilmskih kartic z več kot sto posnetki 
dokumentov, 
 mikrofiš v obliki »ţepkov« za vlaganje posameznih mikrofilmskih posnetkov 
dokumentov. 
 
Mikrofilm je mogoče neposredno digitalizirati oziroma skenirati ter ga alternativno 
shranjevati na magnetnih in optičnih nosilcih. Skeniranje dokumentarnega gradiva 
omogoča zapisovanje, reproduciranje ter shranjevanje dokumentov. S pomočjo 
računalniške strojne in programske opreme prikazujemo dokumente na 
računalniškem zaslonu. Dokumente pa se shrani na magnetne in optične nosilce ali 
mikrofilm. Univerzalnega trajnega nosilca zapisov se še ne pozna. Edini, po svoji 
obstojnosti in majhnih stroških vzdrţevanja, poznani nosilec je papir, ki ob ustreznih 
pogojih vzdrţi tudi do 500 let. (po Ţumer, 2001, str. 104). 
 
 
3.5 ZAKONSKA PODLAGA 
 
Pravno veljavnost elektronskih oblik dokumentov urejajo (po Ţumer, 2001, str. 106–
108): 
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a) Zakon o splošnem upravnem postopku (Uradni list RS, št. 24/2006), ki pravi: 
 listina, ki jo v predpisani obliki izda drţavni organ, organ lokalne skupnosti ali 
nosilec javnih pooblastil v mejah svoje pristojnosti, dokazuje tisto, kar se v 
njej potrjuje ali določa, 
 enako dokazno moč imajo tudi druge listine, ki so po posebnih predpisih 
izenačene z javnimi listinami, 
 kot javna listina se štejejo pod pogoji iz prejšnjih dveh odstavkov tudi 
računalniški zapisi, 
 v postopku dokazovanja je mikrofilmska kopija listine oziroma reprodukcija te 
kopije izenačena z listino iz prvega odstavka tega člena, če je takšno 
mikrofilmsko kopijo oziroma reprodukcijo te kopije izdal drţavni organ, organ 
lokalne skupnosti ali nosilec javnih pooblastil. 
 
b) Zakon o elektronskem poslovanju in elektronskem podpisu (Uradni list 
RS, št. 98/2004), ki zajema poslovanje v elektronski obliki na daljavo z uporabo 
informacijske in komunikacijske tehnologije in uporabo elektronskega podpisa v 
pravnem prometu, kar vključuje tudi elektronsko poslovanje v sodnih, upravnih in 
drugih podobnih postopkih, če zakoni ne določajo drugače. 
 
Podatki se lahko hranijo v elektronski obliki: 
 če bodo dosegljivi in primerni za kasnejšo uporabo, 
 če so shranjeni v obliki, v kateri so bili oblikovani, poslani ali prejeti, 
 če se iz shranjenega dokumenta ţeli ugotoviti, od kod izvira sporočilo, komu je 
bilo poslano ter čas in kraj njegovega pošiljanja ali prejema, 
 če se z uporabljeno tehnologijo in postopki onemogoča sprembe ali izbris 
podatkov oziroma obstaja zanesljivo jamstvo glede nespremenljivosti sporočila. 
 
»Kadar zakoni ali drugi predpisi določajo, da se določeni podatki predloţijo ali 
shranijo v izvirni obliki, se šteje, da je elektronska oblika enakovredna izvirni obliki, 
če ustreza navedenim pogojem. Elektronska oblika dokumenta je enakovredna pisni 
obliki dokumenta na papirju, če so podatki v elektronski obliki dosegljivi in primerni 
za kasnejšo uporabo« (Ţumer, 2001, str. 107). 
 
Določbe zakona o elektronskem poslovanju in elektronskem podpisu ne veljajo za: 
 pravne posle, s katerimi se prenaša lastninska pravica na nepremičnini ali s 
katerimi se ustanavlja druga stvarna pravica na nepremičnini; 
 oporočne posle; 
 pogodbe o urejanju premoţenjskih razmerij med zakoncema; 
 pogodbe o razpolaganju s premoţenjem oseb, ki jim je odvzeta poslovna 
sposobnost; 
 pogodbe o izročitvi in razdelitvi premoţenja za časa ţivljenja; 
 pogodbe o dosmrtnem preţivljanju in sporazume o odpovedi neuvedenemu 
dedovanju; 
 darilne obljube in darilne pogodbe za primer smrti; 
 kupne pogodbe s pridrţkom lastninske pravice in  
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 druge pravne posle, za katere zakon določa, da morajo biti sklenjeni v obliki 
notarskega zapisa. 
 
c) Zakon o računovodstvu (Uradni list RS, št. 23/99). Omenjeni zakon ne vsebuje 
več določb o mikrofilmanju in računalniški obdelavi knjigovodskih listin ter 
poslovnih knjig in glede njihove oblike hranjenja in arhiviranja napotuje na druge 
zakone (kot na primer Zakon o splošnem upravnem postopku), predvsem na 
Slovenske računovodske standarde. Računovodske standarde v Sloveniji 
uporabljamo od leta 1993 dalje. Slovenski računovodski standard 22 – Poslovne 
knjige in Slovenski računovodski standard 21 – knjigovodske listine določajo, da 
se poslovne knjige in knjigovodske listine hranijo v izvirniku  ali so prenesene iz 
izvirnikov na nosilce računalniške ali mikrografske obdelave. V primeru 
računalniške obdelave poslovnih knjig in knjigovodskih listin se v času hranjenja 
hrani tudi programsko dokumentacijo.  
 
d) Zakon o matični evidenci zavarovancev in uţivalcev pravic iz 
pokojninskega in invalidskega zavarovanja (Uradni list RS, št. 81/00). 
»Namesto izvirnih prijav se lahko hranijo prijave posnete na mikrofilmih, če je z 
mikrofilmi zagotovljena reprodukcija prijave na izviren format ob popolni 
skladnosti z izvirnikom« (Ţumer, 2001, str, 108). 
 
 
3.6 UNIČEVANJE DOKUMENTARNEGA GRADIVA 
 
Roki hrambe in odpiranje ter izločanje dokumentov so eden izmed pomembnejših 
vidikov elektronske hrambe dokumentarnega in arhivskega gradiva. Določajo, kako 
dolgo mora sistem hraniti dokumente in način njihovega odstranjevanja ter izbire za 
odstranjevanje iz sistema.  
 
ZVDAGA določa, da mora biti oblika elektronskega zapisa za dolgoročno hrambo 
takšna, da po več kot petih letih omogoča pretvorbo v novo obliko zapisa. Vsak rok 
hrambe mora vsebovati odločitev o odbiranju in izločanju, čas hrambe, vzrok in vir za 
odločitev. Ko se izteče končni rok hrambe, se začne proces odbiranja in izločanja, 
prav tako se mora samodejno slediti rokom hrambe, ki so dodeljeni zadevi ali 
razredu. Pregled je proces preverjanja zadev, ki se uvede s časom, ko pride datum 
ali se zgodi dogodek, ki je bil določen z rokom hrambe, da se odločimo, ali jih bomo 
ohranili, prenesli v drug sistem ali uničili. Prenos, izvoz ali uničenje je vedno treba 
izvesti na nadzorovan način. V vseh primerih je treba istočasno kot dokumente 
upoštevati tudi metapodatke in revizijsko sled, ki se nanašajo na te dokumente. 
Zagotoviti je potrebno dobro voden proces za prenos podatkov v drug sistem ali 
organizacijo (po Arhiv Republike Slovenije, 2006, str. 53–60). 
 
Čeprav ima elektronska hramba dokumentarnega in arhivskega gradiva mnoge 
prednosti pred klasično (papirno) hrambo, se pri elektronski hrambi pojavljajo tudi 
nekateri problemi in izzivi, s katerimi se je potrebno soočiti, če naj elektronska 
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hramba zagotovi avtentičnost gradiva, uporabljivost njegove vsebine, 
nespremenljivost gradiva in njegovo kasnejšo uporabnost. 
 
Prvi izziv je zagotoviti, da bodo vsi hranjeni dokumenti lahko prebrani in dosegljivi 
tudi v prihodnosti. Pojavlja se tudi vprašanje zastaranja strojne in programske 
opreme, na kateri in s pomočjo katere so elektronski dokumenti shranjeni. S hitrim 
razvojem se pojavljajo nove oblike zapisov podatkov ali pa se nadgrajuje stare, 
obstaja moţnost, da programska oprema v prihodnosti ne bo sposobna prebrati 
starejših oblik zapisov (po Arhiv Republike Slovenije, 2006, str. 84–85).  
 
Dokumentarno gradivo se uniči po točno določenem postopku, ki mora biti formalno 
predpisan z notranjimi pravili. Uniči se gradivo - evidence o gradivu, ki je šlo v 
uničenje, pa se trajno hranijo. Postopek uničenja mora vsekakor biti usklajen z obliko 
gradiva in z varnostno klasifikacijo gradiva. Pri uničenju je treba poleg izvirnika uničiti 
tudi vse kopije, varnostne kopije, kopije zaradi hitrejše uporabe, kar je posebej 
pomembno pri trajnih gradivih (po Arhiv Republike Slovenije, 2006, str. 35). 
 
»Notranja pravila osebe, ki izvaja zajem ali hrambo, morajo obsegati opis postopka 
uničenja, ki mora minimalno opredeljevati: 
 pogostost izvajanja oziroma opis pogojev za izvedbo postopkov, 
 kriterije za izbor gradiv za brisanje, 
 izvedben postopek za posamezne vrste gradiv, 
 opredelitev potrebnih zapisov v postopku, 
 specifikacijo obveznih podatkov o uničenju in  
 odgovorne osebe v postopku« (Arhiv Republike Slovenije, 2006, str. 35–36). 
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4 DIGITALIZACIJA DOKUMENTARNEGA GRADIVA V ZAVODU 
ZA ZDRAVSTVENO ZAVAROVANJE SLOVENIJE 
 
 
4.1 VZROKI ZA PREHOD NA ELEKTRONSKO HRAMBO DOKUMENTARNEGA  
GRADIVA 
 
Eden od glavnih vzrokov za prehod na elektronsko hrambo dokumentarnega gradiva 
je vsekakor vse večja mnoţica dokumentov pri poslovanju same organizacije in pri 
poslovanju z drugimi organizacijami ter strankami. Vse več papirja tako zahteva 
veliko prostora pri samih delavcih in nenazadnje tudi vse večje prostorske kapacitete 
arhiva, kjer se mora dokumentarno gradivo, ki ima značaj dolgoročne hrambe, po 29. 
členu ZVDAGA hraniti več kot pet let in omogočati po tem obdobju pretvorbo v novo 
digitalno obliko zapisa. Kopičenje arhivov z dokumentarnim gradivom prinese ob 
velikih količinah nepreglednost, oteţeno je iskanje in nato ponovno zlaganje. Pri 
pregledovanju dokumentarnega gradiva iz arhivov pa lahko pride tudi do zaloţitve, 
izgube ali odtujitve posameznih dokumentov, zadev ali dosjejev. To je eden 
poglavitnih vzrokov za prehod na elektronsko hrambo dokumentarnega gradiva, s 
katerim se soočajo vse organizacije po celotnem svetu ne glede na vrsto dejavnosti.    
 
 
4.2 PREDNOSTI ELEKTRONSKE OBLIKE GRADIVA PRED KLASIČNO 
PAPIRNATO OBLIKO 
 
Z računalniškim upodabljanjem in arhiviranjem dokumentov se zagotovi temeljno 
funkcijo arhiva, ki je jedro celovitega sistema za upravljanje dokumentov. Če je 
dokument kot zapis o poslovnem dogodku, je torej arhiv kot zbirka zapisov o 
poslovnih dogodkih kake organizacije. Ob uporabi ustreznih orodij in primerni 
organizaciji dela je lahko arhiv baza znanja neprecenljive vrednosti (Rot, 2007f). 
»Edino merilo za zagotovitev takšne funkcionalnosti arhiva bi torej bili ustrezni 
mehanizmi za preprosto in hitro iskanje informacij. Prav te prednosti prinaša 
elektronsko arhiviranje dokumentov« (Rot, 2007g). Pri uvedbi elektronskega arhiva 
obstajajo tudi tveganja, ki so povezana z zagotovitvijo zadovoljive varnosti 
arhivskega dokumentarnega gradiva ter trajno in zanesljivo hrambo na dolgi rok. 
Izpolniti pa je treba tudi merila za uničevanje papirnatih izvirnikov. Odločitev za 
elektronsko arhiviranje, kot del elektronskega poslovanja, je danes racionalna, jutri 
pa bo zagotovo nujna (Rot, 2007c). 
 
Razlogi za hrambo dokumentarnega gradiva na sodobnih elektronskih nosilcih so: 
 dostopnost dokumentov: kot krajevna in časovna neodvisnost, saj so 
dokumenti prek spleta dostopni takrat in tam, kjer jih potrebujemo (Rot, 2007h); 
 razpoloţljivost dokumentov: kar razumemo kot moţnost oddaljenega dostopa 
do elektronsko arhiviranih dokumentov – pri tem ni dodatnih stroškov 
posredovanja, razmnoţevanja in razpošiljanja dokumentov (Rot, 2007j); 
 zmanjšanje stroškov, povezanih z arhivom: kot so stroški poslovnih 
prostorov, ki jih zaseda dokumentacija v papirnati obliki, stroški tiskanja in 
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fotokopiranja dokumentov ter časa porabljenega za iskanje dokumentov v arhivu 
(Rot, 2007i); 
 zaščita pred izgubo in poškodovanjem dokumentov: sodoben način 
hrambe dokumentarnega gradiva zelo pripomore k povečanju zaščite; izvirne 
dokumente, ki se najpogosteje hranijo v registratorjih ni moţno nadzorovati, da bi 
bili po prevzemu tudi vrnjeni nazaj in na svoje prvotno mesto; pri elektronskem 
arhiviranju to odpade (Rot, 2007e); 
 laţji nadzor nad uporabo dokumentov: omogočajo ga sistemi za elektronsko 
arhiviranje dokumentov; ti sistemi zagotavljajo natančen nadzor nad uporabo 
določenega dokumenta in beleţijo vsak pogled, spremembo ali izpis dokumenta, 
kar zagotavlja revizijsko sledljivost skozi ves čas hrambe (Rot, 2007b); 
 zagotavljanje integritete in aktualnosti dokumentov: pride v poštev, če se 
dokumente obravnava dosjejsko. Prek sistemov za elektronsko arhiviranje in 
upravljanje dokumentov se lahko ves čas dodaja nove priloge k osnovnim 
dokumentom, kar omogoča dostop do zadnje različice dokumentov ali dosjejev in 
s tem do celovite informacije (Rot, 2007a); 
 laţje obvladovanje delovnih procesov: do elektronsko arhiviranih 
dokumentov se dostopa kar iz aplikacij, s katerimi opravljamo posamezen 
poslovni proces; na tak način se lahko dostopa do elektronsko shranjene pogodbe 
ali naročilnice kar iz aplikacije, v kateri se izdajajo računi (Rot, 2007d). 
 
 
4.3 DIGITALIZACIJA IN ELEKTRONSKO ARHIVIRANJE 
DOKUMENTARNEGA  GRADIVA 
 
Da so podatki dostopni v elektronski obliki, je najprej potrebno izvesti proces 
digitalizacije, ki zajema pretvorbo dokumentarnega gradiva iz fizične oblike v 




Digitalizacija je prvi korak pri uporabi dokumentarnega gradiva v elektronski obliki. 
Sam proces je sestavljen iz sledečih korakov (po Gaberc in Roţman, 2007, str. 78–
79): 
 zajem: je pretvorba papirnega dokumenta v elektronsko obliko z uporabo 
različnih vrst skenerjev; pri zajemu je potrebno doseči optimalno razmerje med 
kakovostjo zajete slike in velikostjo datoteke, ki sta v praksi obratno sorazmerni;  
 kontrola kakovosti oziroma verifikacij: se izvaja na papirnato dokumentacijo 
in elektronske dokumente; ta proces je pred uporabnikom skrit in se izvaja 
avtomatično na osnovi vnaprej definiranih pravil; 
 prepoznava: je zelo pomemben del procesa, saj je od njene kakovosti odvisno 
nadaljnje kakovostno dostopanje do dokumentov; same tehnologije predstavljajo 
veliko pomoč pri izvajanju procesa, delimo pa jih na dva dela: 
 tehnologije, ki omogočajo prepoznavanje specifičnih znakov; to so barkode, 
posebni znaki, simboli; ta tehnologija je znana pod imenom OMR – Optical 
Mark Recognition in 
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 tehnologije za prepoznavo znakov, in sicer OCR – Optical Character 
Recognition, ki prepozna tiskane znake, ICR – Inteligent Character 
Recognition za prepoznavanje rokopisov ter še ena od mnogih ODR – Optical 
Document Recognition za prepoznavo obrazcev; 
 hranjenje oziroma arhiviranje: je osnova za nadgradnjo sistemov z različnimi 
poslovnimi procesi, ki se lahko izvajajo v elektronski obliki; ustrezno in 
kakovostno arhiviranje omogoča: 
 časovno neomejen dostop do dokumentov po sistemu 24 ur na dan x 7 dni v 
tednu x 365 dni v letu; 
 sočasno delo zaposlenih in drugih udeleţencev v procesu z dokumentarnim 
gradivom; 
 ob izpolnjevanju pogojev veljavne zakonodaje tudi ustrezno pravno 
veljavnost in 
 niţje stroške. 
 
Neposredno zajemanje podatkov iz dokumentov v svetu ne uvrščajo med 
digitalizacijo. Podatke iz dokumentov pa drugače tudi imenujemo atributi. Sami 
podatki pa so pomembni zaradi ustrezne klasifikacije dokumentov, preko katere je v 








Vir: po Gaberc in Roţman, 2007, str. 79l. 
 
*Glej tabelo kratic in okrajšav ter slovar tujih izrazov.  
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»Najrazličnejše sodobne tehnologije, kot so optični diski in UDO mediji omogočajo 
uporabo sistemov za upravljanje dokumentov z učinkovitim neposrednim dostopom 
do dokumentarnega gradiva v elektronski obliki«. Elektronsko hranjenje 
dokumentarnega gradiva omogoča njegovo dostopnost v trenutku, ko določeno 
gradivo potrebujemo, naj si bo le kot informacijo za pripravo novega gradiva ali pa za 
nadaljevanje dela na posamezni zadevi, kar je tudi eden od glavnih ciljev 
enostavnejšega in posodobljenega arhiviranja. Za ustrezen dostop je ključnega 
pomena ustrezno razdelan klasifikacijski načrt in urejen sistem uporabe dosjejev, 
preko katerih je ustrezno evidentirano dokumentarno gradivo, ki se nanaša na 
določeno področje in izvira iz več zadev. V Uredbi o pisarniškem poslovanju je 
zakonska podlaga za to področje (po Gaberc in Roţman, 2007, str. 79). 
 
4.3.3 Zakonska podlaga 
Za področje elektronskih arhivov je bila leta 2006 sprejeta zakonodaja, ki ureja 
področje digitalizacije in elektronskega arhiviranja. Novo zakonodajo sestavljajo: 
 Zakon o varstvu dokumentarnega gradiva in arhivskega gradiva ter 
arhivih (ZVDAGA) (Uradni list, RS št. 30/2006), 
 Uredba o varstvu dokumentarnega in arhivskega gradiva (Uradni list RS, 
št. 86/2006) ter 




4.4 NOTRANJA PRAVILA 
 
Po Arhivu Republike Slovenije (2006, str. 22–23) notranja pravila povzemajo ali 
določajo splošno organizacijsko oziroma procesno strukturo sluţbe, ki izvaja zajem ali 
hrambo s poudarkom na organizacijskih delih, procesih in vlogah zaposlenih, ki so 
vključeni v zajem in hrambo gradiv. Notranja pravila morajo pokrivati hrambo gradiva 
v fizični in elektronski obliki. Opredeliti morajo vse pomembne naloge osebe, ki izvaja 
zajem ali hrambo dokumentarnega gradiva, njihovo odgovornost, število potrebnih 
strokovnih delavcev in njihovo strokovno usposobljenost v procesu zajema, hrambe, 
uporabe in uničenja dokumentarnega gradiva. Notranja pravila sestavljajo 
dokumenti, ki morajo biti obvladani in vsem uporabnikom na voljo vedno, kadar jih 
potrebujejo. Zaradi tega mora biti vzpostavljen postopek, ki zagotavlja: 
 da so dokumenti, ki so del notranjih pravil, odobreni pred izdajo, 
 da so preprečene nepooblaščene spremembe v dokumentih, 
 da so dokumenti na voljo vsem, ki so jim namenjeni, 
 da so dokumenti uporabni, 
 da je preprečena uporaba zastarelih dokumentov, 
 da so zastareli dokumenti arhivirani in 
 da so dokumenti, ki sestavljajo notranja pravila, vzdrţevani, da se redno 
pregledujejo in posodabljajo.  
  
24 
Struktura notranjih pravil je kompleksna, saj lahko povzema določila drugih predpisov 
ali pa te napotijo samo k njihovi uporabi. Notranja pravila po njihovi strukturi lahko 
razdelimo na tri dele, kot kaţe slika 6:  
 prvi del, označimo ga s črko A, v katerem so splošna določila glede poslovanja ter 
določila področne zakonodaje, ki urejajo delovanje organizacije; ta del naj bi 
veljal za vse organizacije, ki opravljajo podobno dejavnost; 
 s črko B označimo drugi del, v katerem so zajeta navodila za operativno izvajanje 
aktivnosti; del teh navodil je lahko še povzet po vzorčnih notranjih pravilih, drugi 
del pa naj bi bil prilagojen individualni organizaciji. Za organizacije, ki opravljajo 
podobno dejavnost in se razlikujejo samo po krajevni pristojnosti (upravne enote, 
davčni uradi), bi lahko tudi ta del bil v celoti opravljen v vzorčnih notranjih 
pravilih; 
 zadnji, tretji del, označen s črko C, zajema navodila za ravnanje s posameznimi 








Vir: (po Škofljanec, 2007, str. 22). 
 
 
a) Pravna podlaga notranjih pravil 
Notranja pravila določa Zakon o varstvu dokumentarnega in arhivskega gradiva ter 
arhivih (po Ţumer, 2007, str. 7). »Zelo natančno so priprava, vsebina, sprejem, 
potrjevanje in registracija, izvajanje, nadzor ter spreminjanje notranjih pravil urejeni 
v Uredbi o varstvu dokumentarnega gradiva in arhivskega gradiva ter Enotnih 
tehnoloških zahtevah (ETZ) (za hrambo elektronskega gradiva v digitalni obliki). 
Potrebna strokovna znanja in preizkuse za delavce, ki delajo z gradivom, pa prinaša 





ponudnikov storitev, ki delajo z dokumentarnim gradivom (Uradni list RS, št. 
132/2006)« (Ţumer, 2007, str. 7). Postopke in zahteve elektronskega poslovanja in 
elektronske hrambe, ki jih morajo vsebovati notranja pravila, določajo tudi drugi 
predpisi:  
 Zakon o splošnem upravnem postopku (Uradni list RS, št. 80/1999, dopolnitev št. 
73/2004), 
 Zakon o tajnih podatkih (Uradni list RS, št. 87/2001), 
 Zakon o elektronskem poslovanju in elektronskem podpisu (Uradni list RS, št. 
57/2000), 
 Priporočilo Evropske komisije Specifikacija MoReq – Model zahtev za upravljanje z 
elektronskimi dokumenti in številni mednarodni ter drugi standardi in 
 Uredba o upravnem poslovanju (Uradni list RS, št. 20/2005) z dopolnjujočima 
pravilnikoma: Pravilnik o izvrševanju uredbe o upravnem poslovanju (Uradni list 
RS, št. 75/2005) in Pravilnik o opravljanju izpita iz upravnega poslovanja (Uradni 
list RS, št. 20/2006) ter Navodilo za določanje rokov hranjenja dokumentarnega 
gradiva organov javne uprave (Uradni list RS, št. 81/2005) (po Ţumer, 2007, str. 
7–8). 
 
»Za zagotavljanje varnega, zanesljivega, predvsem pa verodostojnega in s tem tudi 
pravno veljavnega elektronskega arhiviranja v digitalni obliki morajo pravne in fizične 
osebe svoj »informacijski sistem za upravljanje dokumentarnega gradiva« in 
»informacijski sistem za hrambo elektronskega gradiva« izvajati v skladu z zelo 
natančnimi organizacijskimi in tehnološkimi postopki, ki jih določijo z notranjimi 
pravili za e-hrambo v digitalni obliki« (Ţumer, 2007, str. 8). Informacijski sistem za 
upravljanje dokumentarnega gradiva je v elektronski ali fizični obliki, informacijski 
sistem za hrambo je sistem za hranjenje in ohranjanje ter uporabo dokumentarnega 
gradiva (po Ţumer, 2007, str. 8). 
 
»Pravne in fizične osebe, ki bodo oziroma ki ţe zajemajo in hranijo dokumentarno 
gradivo v digitalni obliki, morajo sprejeti notranja pravila v skladu z arhivskim 
zakonom, na njegovi podlagi izdane Uredbe o varstvu dokumentarnega in arhivskega 
gradiva, enotnih tehnoloških zahtev za e-hrambo v digitalni obliki ter pravil arhivske, 
informacijske in drugih sorodnih strok« (Ţumer, 2007, str. 8 ).    
 
b) Priprave na e-hrambo gradiva v digitalni obliki 
Priprave na zajem in hrambo dokumentarnega gradiva zajemajo (po Ţumer, 2007, 
str. 9): 
 pripravo in sprejem notranjih pravil za zajem in hrambo gradiva v digitalni obliki; 
 potrditev oziroma registracijo notranjih pravil ali prevzem vzorčnih notranjih 
pravil; 
 spremljanje izvajanja notranjih pravil in ukrepanje ob odstopanjih v skladu z 
notranjimi pravili s pomočjo notranjega nadzora ter 
 spremembe in dopolnitve notranjih pravil zaradi spremembe veljavnih predpisov, 
tehnološkega napredka, spoznanj stroke ali ugotovitev pomanjkljivosti pri 
notranjem nadzoru, še posebej pa ob reorganizacijah.  
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c) Priprava in sprejem notranjih pravil 
Za hrambo dokumentarnega in arhivskega gradiva v digitalni obliki morajo notranja 
pravila vsebovati (po Ţumer, 2007, str. 10–11): 
 določbe o notranji organizaciji, vlogah in pooblastilih ter številu, sestavi in 
usposobljenosti osebja; 
 določbe o upravljanju dokumentarnega gradiva, ki se nanašajo na sprejemanje 
gradiva, klasificiranje, signiranje, evidentiranje gradiva, evidentiranje posebnih 
vrst gradiva, odpravo gradiva, zajemanje in pretvorbo dokumentarnega gradiva, 
kratkoročno hrambo dokumentarnega gradiva, odbiranje, pretvorbo in dolgoročno 
hrambo dokumentarnega gradiva, zagotavljanje varstva gradiva in morebitno 
potrebno zagotavljanje neprekinjenega poslovanja, vodenja dnevnikov ter sestavo 
zapisnikov, notranje in zunanje nadzorovanje ter vzpostavitve; 
 določbe o infrastrukturi informacijskega sistema za hrambo, ki obsegajo osnovne 
tehnične in postopkovne lastnosti ter podatke o ravni varnosti in zanesljivosti 
infrastrukture; te določbe se nanašajo na prostore in lokacije, pristojnosti in 
naloge, pooblastila, posebne pogoje osebja, fizično varovanje infrastrukture, 
razvrstitev informacijskih virov in njihovo upravljanje, preizkušnjo ustreznosti 
infrastrukture, programsko varovanje, notranji nadzor, ukrepe ob nepredvidenih 
dogodkih ter neprekinjeno poslovanje; 
 določbe o periodičnem spreminjanju in dopolnjevanju notranjih pravil ter njihovi 
veljavnosti.  
 
Kadar pravna oseba prejema, ustvarja in hrani elektronsko arhivsko gradivo, ki ima 
trajen pomen za znanost in kulturo ali trajen pravni interes, morajo notranja pravila 
vsebovati še določila glede osebja in informacijskega sistema za hrambo arhivskega 
gradiva, zajemanja in pretvorbe arhivskega gradiva, pretvorbe in dolgoročne hrambe 
arhivskega gradiva, zagotavljanja neprekinjenega poslovanja oziroma varstva 
arhivskega gradiva in njegove izročitve pristojnim arhivom ter izročitve arhivskega 
gradiva in sodelovanja s pristojnim arhivom (po Ţumer, 2007, str. 11–12). 
 
d) Prevzem vnaprej pripravljenih in vzorčnih notranjih pravil 
»Arhivski zakon pravnim osebam omogoča, da lahko notranja pravila pripravljajo 
tako, da prevzamejo kot svoja vnaprej pripravljena notranja pravila, ki so jih 
pripravile in registrirale druge pravne osebe za svojo uporabo ali pa da privzamejo 
tako imenovana vzorčna notranja pravila, ki so potrjena in objavljena na spletni 
strani Arhiva RS za širšo uporabo oziroma za istovrstne organe, na primer za 
panoţna zdruţenja, upravne enote, občine, šole« (Ţumer, 2007, str. 12). 
 
V primeru prevzema notranjih pravil brez kakršnih koli sprememb ali dopolnitev od 
drţavnega arhiva potrjenih notranjih pravil se šteje, da so tako prevzeta notranja 
pravila osebe od drţavnega arhiva ţe potrjena. Kadar pravna oseba prevzame 
notranja pravila, jih mora prevzeti v celoti. Edino, kar lahko spremeni, so določbe ali 
deli določb glede naziva, statuta, notranje organizacije, lastne infrastrukture ali druge 
notranje lastnosti. O prevzemu vzorčnih notranjih pravil lahko pravna oseba obvesti 
Arhiv RS (po Ţumer, 2007, str. 12). 
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e) Potrjevanje notranjih pravil 
Notranja pravila potrdi Arhiv RS in preveri njihovo skladnost z zahtevami arhivskega 
zakona, uredbo vlade, enotnimi tehnološkimi zahtevami ter pravili stroke. Potrjevanje 
notranjih pravil je obvezno samo za javnopravne organe, ki obvezno pošljejo svoja 
notranja pravila v potrditev drţavnemu arhivu. Pri pristojnem arhivu registrirana 
notranja pravila so obvezna za vse javnopravne osebe in organizacije z višjo stopnjo 
urejenosti poslovanja. Za organizacije z niţjo stopnjo urejenosti poslovanja in fizične 
osebe registrirana notranja pravila niso obvezna (po Ţumer, 2007, str. 12). 
 
Postopek, s katerim potrjujejo notranja pravila, je upravni postopek, ki ga vodi arhiv 
v skladu z Zakonom o upravnem postopku. Postopek potrjevanja pravil je sestavljen 
iz vloţitve zahtevka, presoje in odločanja, izdaje odločbe in vpisa v register. V 
sedanjih predpisih je najbolj poudarjen prvi korak, vloţitev zahtevka. Slednjega je 
mogoče vloţiti na predpisanem obrazcu, ki mora vsebovati podatke, kot so navedeni 
v nadaljevanju (po Škofljanec, 2007, str. 20). 
 
»Zahteva za potrditev notranjih pravil se vloţi pri Arhivu RS na predpisanem obrazcu 
zahteve za potrditev notranjih pravil osebno, po pošti ali elektronsko preko enotnega 
drţavnega portala e-uprava. Za potrditev notranjih pravil je potrebno plačati upravno 
takso v skladu z zakonom o upravnih taksah« (Ţumer, 2007, str. 12). 
 
Obrazec za zahtevo za potrditev notranjih pravil mora vsebovati naslednje podatke. 
 Splošni podatki: 
 naziv ali osebno ime vlagatelja zahteve, 
 sedeţ oziroma naslov stalnega prebivališča vlagatelja, 
 matična številka, 
 poštni naslov, 
 elektronski naslov, 
 spletni naslov, 
 telefon, 
 telefaks. 
 Podatki o notranjih pravilih: 
 oznaka notranjih pravil, 
 opis namena notranjih pravil. 
 Kraj in datum. 
 Podpis vlagatelja ali pooblaščene osebe (Ţumer, 2007, str. 13). 
 
Namen notranjih pravil naj bi bil opredelitev dejavnosti, s katero se bo oseba 
ukvarjala: 
 zajem in hramba dokumentarnega in arhivskega gradiva; 
 spremljevalne storitve urejanja dokumentarnega gradiva v fizični obliki in 
pretvorbe dokumentarnega gradiva iz fizične v digitalno obliko ter 
 spremljevalna storitev zagotavljanja varnih prostorov za hrambo gradiva v 
digitalni obliki (po Škofljanec, 2007, str. 20). 
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Na prejeto zahtevo drţavni arhiv pregleda predloţena notranja pravila in njihovo 
skladnost z zakonom ter na njegovi podlagi izdanimi podzakonskimi predpisi in 
enotnimi tehnološkimi zahtevami ter pravili stroke izda odločbo, s katero pravila 
potrdi ali ne potrdi. Če Arhiv RS ugotovi, da predloţena notranja pravila niso skladna, 
predloţenih notranjih pravil ne potrdi in vpis v register potrjenih notranjih pravil 
zavrne. Pravni osebi pa lahko v primeru neskladnosti notranjih pravil s predpisi določi 
rok za odpravo pomanjkljivosti in vpis zavrne šele po izteku tega roka, če 
pomanjkljivosti niso odpravljene. V primeru spremembe predpisov in tehnološkega 
napredka Arhiv RS določi roke, v katerem je treba notranja pravila spremeniti ali 
dopolniti in jih poslati ponovno v potrditev. V primeru da v  določenem roku ne pride 
do ponovne potrditve, arhiv notranja pravila izbriše iz registra potrjenih notranjih 
pravil (po Ţumer, 2007, str. 13).  
 
f) Zahteva za potrditev vzorčnih notranjih pravil in potrditev 
Zahtevo za potrditev vzorčnih notranjih pravil se vloţi pri Arhivu RS na predpisanem 
obrazcu, ki se jo vloţi osebno, pošlje po pošti ali elektronski pošti ali prek enotnega 
drţavnega portala e-uprava (po Ţumer, 2007, str. 14). »Zahteva mora obvezno 
obsegati potrebne informacije o pripravah na zajem in hrambo, obrazloţitev 
posameznih določb, opis namena vzorčnih notranjih pravil in določitev oseb, ki lahko 
prevzamejo vzorčna notranja pravila, ter izjavo o pogojih za prenos potrebnih 
avtorskopravnih upravičenj na te osebe. Vzorčna notranja pravila morajo biti 
sestavljena tako, da jih pravne osebe lahko prevzamejo v celoti in nedvoumno glede 
vseh dejavnosti, katerih izvajanje načrtujejo (na primer zajem in pretvorba, 
dolgoročna hramba, uničevanje po digitalizaciji)« (Ţumer, 2007, str. 14). 
 
Obrazec zahteve za potrditev vzorčnih notranjih pravil vsebuje naslednje podatke (po 
Ţumer, 2007, str. 14–15). 
 Splošni podatki: 
 naziv ali osebno ime vlagatelja zahteve, 
 sedeţ oziroma naslov stalnega prebivališča vlagatelja, 
 matična številka, 
 poštni naslov, 
 elektronski naslov, 
 spletni naslov, 
 telefon, 
 telefaks. 
 Podatki o vzorčnih notranjih pravilih: 
 oznaka notranjih pravil, 
 opis namena vzorčnih notranjih pravil, 
 osebe, ki lahko vzorčna notranja pravila prevzamejo, 
 izjava o prenosu avtorskopravnih upravičenj: 
a) »Avtor vzorčnih notranjih pravil, priloţenih tej vlogi, izjavljam, da se 
odpovedujem vsem materialnim avtorskim upravičenjem na teh notranjih 
pravilih in dovoljujem njihovo splošno uporabo. Izrecno soglašam, da lahko 
ta vzorčna notranja pravila kot celoto ali zgolj njihove posamezne dele 
uporabljajo tretje osebe brez omejitev, jih enkrat ali večkrat reproducirajo 
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ali spreminjajo na kakršen koli način in v kateri koli obliki, objavljajo v 
elektronski, tiskani ali kateri koli drugi obliki ali jih kako drugače naredijo 
javno dostopne. Izjavljam, da se ta vzorčna notranja pravila v ta namen 
smejo prevajati v druge tuje jezike in digitalizirati«. 
b) »Vsa materialna avtorskopravna upravičenja so pridrţana. Avtor vzorčnih 
notranjih pravil, priloţenih tej vlogi, izjavljam, da zgolj dovoljujem, da ta 
vzorčna notranja pravila prevzamejo v svoja notranja pravila samo osebe, 
ki so navedene v 11. točki te vloge in jih lahko uporabljajo zgolj v skladu z 
namenom, opisanim v 10. točki te vloge. Osebe, ki ta vzorčna notranja 
pravila prevzamejo, in tretje osebe niso upravičene do kakršne koli druge 
uporabe vzorčnih notranjih pravil, kakršnega koli reproduciranja, 
spreminjanja ali objave teh vzorčnih notranjih pravil kot celoto ali njihovih 
posameznih delov«. 
c) »Izjava o prenosu avtorskopravnih upravičenj je priloţena vlogi«. 
 Priloge k zahtevi: 
 obrazloţitev posameznih določil vzorčnih notranjih pravil, 
 informacije in navodila za izvedbo faze priprav na zajem in hrambo, 
 izjava o pogojih za prenos potrebnih avtorskopravnih upravičenj na osebe, ki 
prevzamejo vzorčna pravila (v primeru, ko je bila izbrana in obkroţena prej 
omenjena točka c ) in 
 vzorčna notranja pravila. 
 Kraj in datum. 
 Podpis vlagatelja ali pooblaščene osebe.  
 
 
g) Register potrjenih notranjih pravil 
Javni, spletni in brezplačno dostopen register potrjenih notranjih pravil vodi Arhiv RS. 
Register vsebuje osnovne podatke o potrjenih notranjih pravilih: subjekt naziv 
notranjih pravil, veljavnost pravil, datum in številko odločbe o potrditvi. V primeru 
zahteve vlagatelja drţavni arhiv potrjena pravila javno objavi in v register potrjenih 
notranjih pravil označi ta pravila kot potrjena notranja pravila, ki jih lahko 
prevzamejo tudi druge osebe. 
 
V registru potrjenih notranjih pravil so zapisani naslednji podatki o: 
 firmi oziroma osebno ime osebe, 
 sedeţu oziroma stalni naslov osebe, 
 vpisu osebe v sodni oziroma drug ustrezen register, 
 elektronski pošti in spletnem naslovu osebe, 
 telefonski številki osebe in številki telefaksa, 
 nazivu notranjih pravil, 
 različici in veljavnosti notranjih pravil, 
 datumu in številki odločbe o potrditvi, 
 morebitnih rokih za prilagoditev notranjih pravil ali navedbo, da rok ni določen ter 






h) Spremljanje izvajanja notranjih pravil in njihovo spreminjanje 
»Pravne osebe, ki hranijo dokumentarno ali arhivsko gradivo v digitalni obliki, morajo 
spremljati izvajanje notranjih pravil, kar v bistvu pomeni analizo učinkovitosti 
izvajanja notranjih pravil oziroma učinkovitosti delovanja informacijskega sistema za 
hrambo in drugih informacijskih sistemov. Presoja se opravi glede na zahteve 
arhivskega zakona, uredbe vlade, enotnih tehnoloških zahtev, notranjih pravil in 
ugotovitev iz faze priprav na zajem in hrambo« (Ţumer, 2007, str. 16). 
 
»Izvajanje notranjih pravil se spremlja na podlagi predhodnega načrta presoje, ki 
vsebuje tudi merila za presojo izvajanja. Poslovodni organ mora določiti načrt 
rednega periodičnega preverjanja, ki vsebuje preverjanje izvajanja vseh določb 
notranjih pravil in učinkovitosti vseh informacijskih sistemov najmanj vsaki dve leti 
ter glede pomembnega gradiva ali večjih količin gradiva ali na podlagi strokovnega 
navodila pristojnega arhiva najmanj letno preverjanje« (Ţumer, 2007, str. 17). 
 
Če prihaja do odstopanja notranjih pravil, je potrebno izvesti ukrepe za odpravo 
odstopanj in preveriti pravilnost izvedbe ukrepov. Preverjanje se izvaja kot notranje 
spremljanje, v primerih hrambe večjega ali pomembnejšega gradiva pa pride v 
poštev zunanje preverjanje. »Notranje spremljanje izvede posameznik ali skupina 
presojevalcev, ki jih določi poslovodni organ. Zunanje preverjanje izvede preizkušeni 
revizor informacijskih sistemov« (Ţumer, 2007, str. 17). Vsako preverjanje se 
ustrezno dokumentira. Po preverjanju se izdela poročilo, ki vsebuje ugotovitve o 
izpolnjevanju ali odstopanju od zahtev notranjih pravil, predlagane ukrepe za 
odpravo odstopanj ter rok za njihovo izvedbo. Priloga k poročilu vsebuje podatke, na 
podlagi katerih so bile oblikovane ugotovitve v poročilu. 
 
i) Veljavnost in dokazna vrednost dokumentarnega gradiva v digitalni 
obliki in notranja pravila 
Zahtevna pravila e-hrambe v digitalni obliki in njihova skladnost s predpisi in 
standardi so potrebna, ker je arhivski zakon pravno izenačil reprodukcijo oziroma 
kopije dokumentov z izvirniki in določil organizacijske ter tehnološke postopke in 
pogoje za zagotavljanje te enakosti. Izvirnik je vsak prvobiten podatek ali dokument 
v kakršni koli obliki in na kateremu koli nosilcu, ki je nastal pri poslovanju pravne ali 
fizične osebe. Nadaljnje reproduciranje izvirnika s fotokopiranjem, mikrofilmanjem, 
digitalizacijo, migracijo podatkov v nove oblike, presnemavanjem na drugi medij 
pomeni ustvarjanje kopij. 
 
»Če pravna oseba, ki varno hrani gradivo, dokaţe, da varno hrambo gradiva izvaja v 
skladu s svojimi notranjimi pravili ter da so ta pravila, čeprav niso potrjena od 
drţavnega arhiva, v skladu z zahtevami zakona in na njegovi podlagi izdanimi 
podzakonskimi predpisi ter Enotnimi tehnološkimi zahtevami, se vsaka enota varno 
hranjenega gradiva v digitalni obliki šteje za enako posamezni enoti izvirnega 
gradiva. Če pravna oseba, ki hrani gradivo, hrambe nima urejene z notranjimi pravili 
ali če gre za primer, ki ga notranja pravila ne urejajo, ali če oseba v konkretnem 
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primeru hrambe notranjih pravil ni upoštevala, se enota hranjenega gradiva v 
digitalni obliki šteje za enako posamezni enoti izvirnega gradiva, če izpolnjuje pogoje 
varne hrambe v enaki meri kot enota izvirnega gradiva« (Ţumer, 2007, str. 18). 
 
Hramba digitaliziranega gradiva je enaka hrambi izvirnega dokumentarnega gradiva, 
če so reproduciranemu gradivu v skladu z osnovnimi načeli arhivskega zakona 
oziroma v skladu z notranjimi pravili zagotovili vse lastnosti izvirnega. Te lastnosti so: 
trajnost, dostopnost, uporabnost in celovitost vsebine, avtentičnost, 
nespremenljivost, integralnost in urejenost gradiva oziroma njegove vsebine ter 
dokazljivost izvora. Dokumentarno gradivo oziroma reprodukcija njegove vsebine 
mora ves čas trajanja hrambe biti zavarovano pred izgubo ali okrnitvijo celovitosti in 
mora omogočiti dostop pooblaščenim uporabnikom. 
 
j) Zagotavljanje avtentičnosti in celovitosti gradiva 
»Avtentičnost in celovitost gradiva v digitalni obliki se zagotavlja na tehnološki 
oziroma organizacijski način, ki je določen z notranjimi pravili« (Ţumer, 2007, str. 
18). Pri tem velja, da morajo: 
 javnopravne osebe obvezno registrirati svoja notranja pravila; gradivo shranijo 
z zanesljivo dodanimi metapodatki o preverjanju avtentičnosti  in celovitosti - 
metapodatki obsegajo najmanj podatek o preverjanju, če je gradivo varno 
elektronsko podpisano, podatek o veljavnosti digitalnega potrdila ali digitalnega 
kvalificiranega potrdila, ki je priloţeno elektronskemu podpisu, podatek o 
veljavnosti elektronskega podpisa, podatek o času preverjanja veljavnosti 
elektronskega podpisa in času prejema gradiva, podatek o tem ali uporabijo 
drugo tehnološko sorodno sredstvo za zagotavljanje in dokazovanje avtentičnosti 
in celovitosti gradiva; 
 organizacije z višjo stopnjo urejenosti poslovanja shranijo gradivo za 
zagotavljanje avtentičnosti in celovitosti gradiva za čas dokazne vrednosti gradiva, 
vendar ne več kot deset let oziroma za arhivsko gradivo največ do izročitve 
pristojnemu arhivu, na tehnološki način zagotoviti nespremenljivost oziroma 
ugotovljivost sprememb gradiva. »Potrjevanje avtentičnosti ali celovitosti se za 
gradivo zagotovi najmanj enkrat letno in ob vsaki pretvorbi oblike zapisane ravni 
posameznih enot, skupine enot ali celotnega zajetega gradiva; po tem obdobju pa 
avtentičnost in celovitost gradiva zagotavljajo zgolj z zanesljivo dodanimi 
metapodatki o preverjanju avtentičnosti in celovitosti, v skladu s potrjenimi 
notranjimi pravili« (Ţumer, 2007, str. 18–19); 
 organizacije z niţjo stopnjo urejenosti poslovanja »ves čas hrambe za 
zagotavljanje avtentičnosti in celovitosti zajetega gradiva, ki je elektronsko 
podpisano ali časovno ţigosano, poleg ţe omenjenih zahtev, hkrati z gradivom v 
digitalni obliki za dolgoročno hrambo hraniti tudi dodatne varnostne vsebine, 
potrebne za dolgoročno preverjanje veljavnosti varnega elektronskega podpisa, 
varnega časovnega ţiga ali drugih tehnoloških sredstev za zagotavljanje 
avtentičnosti in celovitosti zajetega gradiva. To dejansko pomeni obnavljanje 
veljavnosti elektronskih podpisov in časovno ţigosanje« (Ţumer, 2007, str. 19). 
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Za potrjevanje avtentičnosti ali celovitosti še posebej pomembnega gradiva ali 
gradiva, ki ga s strokovnim navodilom določi pristojni arhiv, se morajo obvezno 
uporabljati samo varni elektronski podpisi, overjeni s kvalificiranim potrdilom, varni 
časovni ţig registriranega overitelja ali druga sorodna tehnološka sredstva za 
potrjevanje avtentičnosti in celovitosti gradiva, če pristojni arhiv s strokovnim 
navodilom ne določi drugače. V enotnih tehnoloških zahtevah Arhiv RS podrobneje 
določi vrste tehnoloških sredstev za zagotavljanje avtentičnosti in celovitosti gradiva 
v digitalni obliki za dolgoročno hrambo (po Ţumer, 2007, str. 19).  
 
 
4.5 POSTOPEK ZA ODDAJO VLOG ZA REGISTRACIJO, POTRJEVANJE  
NOTRANJIH PRAVIL IN AKREDITACIJO OPREME TER STORITVE PO 
ZAKONU O VARSTVU DOKUMENTARNEGA GRADIVA IN ARHIVSKEGA 
GRADIVA TER ARHIVIH 
 
Po zakonu mora podjetje oziroma organizacija, ki ţeli potrjena notranja pravila ali 
akreditacijo opreme,  vlogo za potrditev notranjih pravil ali akreditacijo opreme 
oziroma storitev oddati v elektronski obliki z uporabo spletne aplikacije na spletni 
strani http://www.arhiv.gov.si. Vlogo nato v tiskani obliki podpiše in ţigosa 
odgovorna oseba in jo pošlje na Arhiv RS, Zvezdarska 1, 1000 Ljubljana. V 
elektronski obliki morajo k vlogi predloţiti tudi ustrezno izpolnjen kontrolni seznam in 
vso dokumentacijo, na katero se vlagatelj sklicuje. Posamezni dokumenti, ki jih 
prilagajo, morajo vsebovati naslednje podatke: datum o odobritvi, odobritelju in 
verziji. V stolpcu reference, ob navedbi dokumenta, mora vlagatelj podrobneje 
opredeliti, kje v dokumentu se nahaja besedilo, za katerega meni, da predstavlja 
ustrezen odgovor na izbrano zahtevo. Navedba mora biti na stran natančna, navede 
pa lahko poglavje, št. člena, stran (po Arhiv Republike Slovenije, 2007č).  
 
Registracija je potrebna za opravljanje dejavnosti dobave opreme ali izvajanja 
storitve, na področju zajemanja in hrambe gradiva v digitalni obliki ni potrebno 
posebno dovoljenje. Ponudniki opreme ali storitve morajo na podlagi 83. člena 
Zakona o varstvu dokumentarnega in arhivskega gradiva ter arhivih (Uradni list RS, 
št. 30/2006) in 29. člena Uredbe o varstvu dokumentarnega in arhivskega gradiva 
(Uradni list RS, št. 86/2006) svojo dejavnost prijaviti Arhivu RS najmanj osem dni 
pred začetkom opravljanja dejavnosti. Zahtevo za registracijo vloţi bodoči ponudnik 
strojne in programske opreme za hrambo v digitalni obliki, storitev hrambe v digitalni 
obliki in ostale spremljajoče storitve se vloţi pri Arhivu RS na predpisanem obrazcu 
osebno, po pošti ali elektronsko preko spletne aplikacije na sledečem spletnem 
naslovu http://www.sigov.si/aplikacije/arhiv/earh-registri/registracijaPonudnika.php. 
Na podlagi prijave Arhiv RS preveri popolnost prijave in z upravno odločbo odredi 
vpis ponudnika v register ponudnikov. Register ponudnikov je brezplačno dostopen 
na http://www.sigov.si/aplikacije/arhiv/earh-registri/registracijaPregled.php. Kakršno 
koli spremembo pa mora ponudnik storitev v pisni ali elektronski obliki na 
predpisanem obrazcu javiti Arhivu RS osem dni pred spremembo, najkasneje pa v 
petnajstih dneh po spremembi. V skladu z Zakonom o upravnih taksah (Uradni list 
RS, št. 42/2007 – UPB-3) mora ponudnik storitev plačati upravno takso, v višini 50 
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točk za vloge in 200 točk za odločbo. Primer obrazca zahteve za registracijo opreme 
in storitve za digitalno hrambo se nahaja v prilogi 1 na strani 63   (po Arhiv Republike 
Slovenije, 2007c). 
Notranja in vzorčna notranja navodila, ki jih Arhiv RS prejme, le-ta potrdi, če so v 
skladu z zakonom in Enotnimi tehnološkimi zahtevami (v nadaljevanju: ETZ). Če bo 
oseba svoje dokumentarno gradivo ali dokumentarno gradivo svojih strank hranila v 
elektronski obliki, lahko prevzame vnaprej pripravljena vzorčna notranja pravila 
drugih oseb, ki so taka pravila pripravila za širšo uporabo. V primeru, da so prevzeta 
pravila ţe potrjena s strani Arhiva RS, ni potrebno pridobiti dodatne potrditve, vendar 
le pod pogojem, da jih bodo sprejeli v celoti in brez sprememb. Zahtevo za potrditev 
notranjih pravil in vzorčnih notranjih pravil se vloţi pri Arhivu RS osebno, po pošti ali 
preko spletne aplikacije. Zahteva za potrditev notranjih pravil se vloţi preko spletne 
aplikacije, ki se nahaja na spletnih straneh Arhiva RS 
http://www.sigov.si/aplikacije/arhiv/earh-registri / pot rd itevNotranjihPravil.php, 
zahtevek za potrditev vzorčnih notranjih pravil pa se vloţi preko spletne aplikacije 
http://www.sigov.si/aplikacije/arhiv/ earh-registri/potrditevVzorcnihPravil.php. Primer 
obrazca za potrditev notranjih pravil se nahaja v prilogi 2 na strani 70, primer 
obrazca za potrditev vzorčnih notranjih pravil se nahaja v prilogi 3 na strani 71. V 
primeru, da Arhiv RS ugotovi, da so predloţena vzorčna in notranja pravila v skladu z 
zakonom, uredbo in Enotnimi tehnološkimi zahtevami, predloţena notranja pravila 
potrdi in vpiše v register potrjenih notranjih pravil. Potrjena pravila so brezplačno 
dostopna na spletnih straneh Arhiva RS http://www.sigov.si/aplikacije/arhiv/earh-
registri/. Zaradi sprememb zakonodaje ali tehnološkega napredka Arhiv RS določi 
tudi rok, v katerem bo potrebno vzorčna notranja pravila spremeniti ali dopolniti in 
jih poslati v ponovno potrditev. Če v določenem roku pravila ne bodo spremenjena ali 
dopolnjena in ne bo prišlo do ponovne potrditve, bo Arhiv RS vzorčna notranja 
pravila izbrisal iz registra potrjenih notranjih pravil. Za potrditev notranjih in vzorčnih 
notranjih pravil je treba po Zakonu o upravnih taksah (Uradni list RS, št. 42/2007 – 
UPB-3) plačati upravno takso v višini 50 točk za vlogo in 200 točk za odločbo (po 
Arhiv Republike Slovenije, 2007b). 
 
Za akreditacijo strojne in programske opreme, storitev hrambe v digitalni obliki in 
spremljajočih se storitev zaprosijo ponudniki, ki ţelijo pridobiti več zaupanja pri 
potencialnih odjemalcih. Tudi zahteva za akreditacijo se vloţi pri Arhivu RS na 
predpisanem obrazcu zahteve za akreditacijo opreme in storitev za digitalno hrambo 
osebno, po pošti ali elektronsko preko spletne aplikacije, ki je dostopna na naslovu 
http://www.sigov.si/aplikacije/arhiv/earh-registri/akreditacijaPonudnika.php. Zahtevo 
lahko oddajo le ponudniki, ki so ţe vpisani v register ponudnikov opreme in storitev. 
Seznam ponudnikov storitev z akreditacijo se nahaja na spletnem naslovu 
http://www.sigov.si/aplikacije/arhiv/earh-registri/registracijaPregled.php. Sama 
akreditacija opreme ali storitev ponudnikom omogoča poslovanje z javnim sektorjem, 
njihovim uporabnikom pa zagotavlja večjo varnost pri uporabi opreme in storitev. 
Višine nadomestil za akreditacijo se gibljejo od 500,00 € do 2.000,00 €. Primer 
obrazca zahteve za akreditacijo opreme in storitev za digitalno hrambo se nahaja v 
prilogi 4, na strani 73 (po Arhiv Republike Slovenije, 2007a).   
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4.6 ENOTNE TEHNOLOŠKE ZAHTEVE  
 
Enotne tehnološke zahteve so dokument, ki je namenjen splošni uporabi pri 
zagotavljanju opreme in storitev, povezanih s hrambo dokumentarnega gradiva v 
elektronski obliki. Sestavljene so iz posameznih poglavij, ki se nanašajo na 
zaokroţene vsebinske sklope, ti pa se nanašajo na različna organizacijska in 
tehnološka vprašanja elektronske hrambe. Poleg razlogov vsebuje posamezne 
zahteve (po Arhiv Republike Slovenije, 2006, str. 5).   
 
Poznamo minimalne zahteve, ki morajo biti izpolnjene za samo registracijo 
ponudnika, in dodatne zahteve, ki niso nujne, njihovo izpolnjevanje pa je zaţeleno 
zaradi naprednejšega in uporabniku prijaznejšega delovanja sistema in večje 
zdruţljivosti. Minimalne zahteve  so označene s številkami (npr. ETZ 3.2.1.12), 
dodatne zahteve pa imajo na koncu številke še dodatek v obliki črke (npr. ETZ 
3.2.1.15/a). Dodatne zahteve morajo izpolnjevati osebe, ki hranijo arhivsko gradivo 
(po Arhiv Republike Slovenije, 2006, str. 5).  
 
Pravna podlaga za Enotne tehnološke zahteve in za pravno ureditev celotnega 
področja elektronske hrambe je Zakon o varstvu dokumentarnega in arhivskega 
gradiva ter arhivih (ZVDAGA: Uradni list RS, št. 30/2006). ZVDAGA omogoča 
elektronsko hrambo vseh vrst gradiva – dokumentarnega in arhivskega - ne glede na 
njegov nastanek in rok hrambe (po Arhiv Republike Slovenije, 2006, str. 5). ZVDAGA 
in Uredba o varstvu dokumentarnega in arhivskega gradiva (Uradni list RS, št. 
86/2006) ne vsebujeta določil glede rokov hrambe posameznih vrst dokumentarnega 
gradiva, temveč zgolj določita način in organizacijo hrambe. Roki hrambe in 
morebitna druga določila so določeni v drugih predpisih. Zakon o splošnem upravnem 
postopku (Uradni list RS, št. 24/2006 – ZUP-UPB2) vsebuje določila, ki se nanašajo 
na delovanje upravnih organov pri izvajanju njihovih nalog in pooblastil. Uredba o 
upravnem poslovanju (Uradni list RS, št. 20/2005) vsebuje določila o upravnem 
poslovanju, ki veljajo za organe drţavne uprave, uprave samoupravnih lokalnih 
skupnosti in druge pravne ter fizične osebe, kadar na podlagi pooblastil opravljajo 
upravne naloge. Iz sodstva imajo takšno vlogo Zakon o kazenskem postopku (Uradni 
list RS, št. 32/2007 – ZKP-UPB4), Zakon o pravdnem postopku (Uradni list RS, št. 
73/2007 – ZPP-UPB3), Zakon o nepravdnem postopku in Sodni red. Poleg zakonov in 
uredb imajo pomembno vlogo tudi standardi, ki urejajo pisarniško poslovanje, 
organizacijo arhivske sluţbe, varno poslovanje z elektronskimi dokumenti, 
popisovanje arhivskega gradiva, smernice in tehnične specifikacije, ki so veljavne v 
okviru EU, ter strokovna spoznanja in izkušnje, ki so dostopne v okviru dokumentov, 
priporočil, dogovorov in standardov Mednarodnega arhivskega sveta, Sveta Evrope in 
drugih mednarodnih in nacionalnih zdruţenj, katerih delo in aktivnosti se nanašajo na 
obravnavanje dokumentacije v njenem celotnem ţivljenjskem ciklu (po Arhiv 
Republike Slovenije, 2006, str. 6).  
 
Pri uvajanju in delovanju elektronskega arhiva je potrebno upoštevati in slediti 
Modelu zahtev za upravljanje elektronskih dokumentov (MoReq) in standardom: 
 ISO standard 14721 za izdelavo arhivskih sistemov elektronskih virov, 
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 ISO standard 15489 sistemi upravljanja z dokumenti, 
 ISO standard 23081 principi metapodatkov za dokumente, 
 ISO standard 17799 in ISO standard 27001 varnost informacijskih sistemov, 
 Ameriški standard US DoD 5015.2 kriterij za oblikovanje programske opreme 
namenjene upravljanju elektronskih dokumentov, 
 Norveški standard za obravnavanje elektronskih dokumentov NORAK-4, 
 Splošni mednarodni standard za arhivsko popisovanje ISAD (g)2 in 
 Mednarodni standard za arhivski normativni opis ustvarjalcev arhivskega gradiva, 
pravnih in fizičnih oseb  ter druţin ISAAR(CPF)2 (po Arhiv Republike Slovenije, 
2006, str. 6).  
 
Enotne tehnološke zahteve po Zakonu o varstvu dokumentarnega gradiva in 
arhivskega gradiva ter arhivih sprejema Arhiv Republike Slovenije. 
 
Pripravljanje in sprejemanje enotnih tehnoloških zahtev ni enostransko in enkratno 
dejanje Arhiva RS, ampak je stalna dejavnost in prizadevanje, pri katerem se bodo 
Enotne tehnološke zahteve nenehno dopolnjevale in nadgrajevale. »Postopek 
sprejemanja Enotnih tehnoloških zahtev ne vključuje le strokovnjakov s področja 
arhivistike in hrambe arhivskega in dokumentarnega gradiva, ki delujejo v okviru 
drţavnega arhiva, temveč predvideva tudi sodelovanje drugih zainteresiranih oseb z 
različnih področij« (Arhiv Republike Slovenije, 2006, str. 7). Enotne tehnološke 
zahteve imajo povezovalno vlogo med stalnimi zahtevami zakonodaje, katerih 
izhodišča so temeljna načela ZVDAGA: načelo ohranjanja dokumentarnega gradiva 
oziroma uporabnosti njegove vsebine, načelo trajnosti, načelo celovitosti, načelo 
dostopnosti in načelo varstva kulturnega spomenika in spreminjajočimi se potrebami 
prakse. Enotne tehnološke zahteve so dinamičen dokument, ki se spreminja glede na 
napredek stroke in tehnologije. Pri nastajanju Enotnih tehnoloških zahtev sodelujejo 
strokovnjaki s področja hrambe in drugi zainteresirani deleţniki. Z njimi se zagotavlja 
temeljna izhodišča uspešnega zagotavljanja celotne infrastrukture za elektronsko 
hrambo. Njihovo bistvo je predvsem v poenotenju praks in tehnoloških postopkov za 
upravljanje dokumentarnega gradiva in njegovo hrambo v elektronski obliki ter za 
hrambo arhivskega gradiva v elektronski obliki. Poleg splošnih obstajajo tudi posebne 
Enotne tehnološke zahteve, ki bodo vsebovale nekatera splošna določila, posebne 
določbe pa se bodo navezovale na specifične potrebe velikih registrov ali evidenc (po 
Arhiv Republike Slovenije, 2006, str. 7).  
 
Enotne tehnološke zahteve verzija 1.0, ki so bile izdane 01. 12. 2006 in so objavljene 
na spletni strani Arhiva Republike Slovenije (http://www.arhiv.gov.si/fileadmin 
/arhiv.gov.si/pageuploads/E-ARHIVI/obrazci/ETZ.pdf), obravnavajo področja:  
1. organizacije in notranja pravila glede: notranje organizacije, informacijske 
infrastrukture, zajema in pretvorbe, kratkoročne hrambe, dolgoročne hrambe 
in nadzora nad izvajanjem pravil, uničevanja dokumentarnega gradiva, 
zagotavljanja zapisov o delovanju sistema, delovanja v predhodnem obdobju, 
spremljanja in dopolnjevanja notranjih pravil in hrambe arhivskega gradiva;  
2. hrambe in upravljanja dokumentarnega gradiva, ki zajema: razvrščanje 
gradiva, nadzor in varnost, roke hrambe in izločanje, zajem in pretvorbe 
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gradiva, označevanje, iskanje, preklic, prikazovanje, skrbništvo, zahteve za 
meta podatke, hrambo in pretvorbo in zahteve glede arhivskega gradiva;  
3. zahtev za ponudnike opreme in storitev: splošne zahteve za ponudnike, 
zahteve za ponudnike strojne opreme in zahteve za ponudnike storitev (po 
Arhiv Republike Slovenije, 2006, str. 3–4). 
 
Iz Enotnih tehnoloških zahtev prevzemam naslednje definicije, ki so povzete po 
veljavnih predpisih, specifikacijah Moreq in po mednarodnih standardih, ki so 
potrebne za laţje razumevanje tega diplomskega dela (po Arhiv Republike Slovenije, 
2006, str. 12–19): 
 dokumentarno gradivo v elektronski obliki je dokumentarno gradivo, 
zapisano v elektronski obliki in shranjeno na elektronskem nosilcu zapisa;  
 dokumentarno gradivo v elektronski obliki za dolgoročno hrambo je 
gradivo, katerega vsebina je zapisana v elektronski obliki in shranjena na 
elektronskem nosilcu zapisa; tako elektronska oblika kot tudi nosilec zapisa 
zagotavljata učinkovito dolgoročno hrambo in upoštevanje tehnološkega 
napredka; 
 zajeto dokumentarno gradivo je nastalo ob zajemu izvirnega 
dokumentarnega gradiva v hrambo s pretvorbo izvirnega dokumentarnega 
gradiva v novo elektronsko obliko zapisa ali na mikrofilm;  
 storitve hrambe gradiva v elektronski obliki so neločljivo povezane z 
ohranjanjem vsebine gradiva v elektronski obliki, vendar ne gre za ponudbo 
opreme za takšno hrambo;  
 notranja pravila zajema in hrambe gradiva v elektronski obliki so pravila, 
ki jih v svoj interni pravni akt sprejme oseba glede hrambe svojega gradiva;  
 ponudnik strojne in programske opreme za hrambo gradiva v 
elektronski obliki je pravna ali fizična oseba, ki drugim osebam odplačno ali 
neodplačno omogoči uporabo strojne ali programske opreme za zajem ali hrambo 
gradiva v elektronski obliki; 
 ponudnik storitve hrambe dokumentarnega gradiva v elektronski obliki 
je vsaka pravna ali fizična oseba, ki drugim osebam odplačno ali neodplačno 
omogoči hrambo dokumentarnega gradiva v elektronski obliki na svoji opremi;  
 nosilec zapisa je klasičen ali elektronski, na katerega se zapiše vsebina v skladu 
z obliko zapisa;  
 elektronsko sporočilo je sestavljeno iz niza podatkov, ki so poslani ali prejeti 
na elektronski način, kar vključuje predvsem elektronsko izmenjavo podatkov in 
elektronsko pošto;  
 elektronski podpis je niz podatkov v elektronski obliki, ki je dodan ali logično 
povezan z drugimi podatki, in je namenjen preverjanju pristnosti teh podatkov in 
identifikaciji podpisnika;  
 varen elektronski podpis je elektronski podpis, ki izpolnjuje zahteve: povezave 
izključno s podpisnikom, da je iz njega mogoče zanesljivo ugotoviti podpisnika, da 
je ustvarjen s sredstvi za varno elektronsko podpisovanje, ki so izključno pod 
podpisnikovim nadzorom in da je povezan s podatki, na katere se nanaša, tako da 
je opazna vsaka kasnejša sprememba teh podatkov ali povezav z njimi;  
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 časovni ţig je elektronsko podpisano potrdilo overitelja, ki potrjuje vsebino 
podatkov, na katere se nanaša v navedenem času; varni časovni ţig pa je 
elektronsko podpisano potrdilo overitelja, ki izpolnjuje pogoje iz prejšnjega 
odstavka;  
 elektronski dokument je dokument v elektronski obliki;  
 klasifikacija/razvrščanje je sistematična identifikacija in urejanje poslovnih 
aktivnosti in/ali dokumentov v kategorije v skladu z logično strukturiranimi 
konvencijami, metodami in proceduralnimi pravili, vdelanimi v klasifikacijski načrt;  
 klasifikacijski načrt je osnovni in najpomembnejši šifrant za razporejanje 
dokumentarnega gradiva in 
 metapodatki so podatki o podatkih, ki opisujejo kontekst, vsebino in strukturo 
dokumentarnega gradiva, njegovo upravljanje tekom časa. 
  
 
4.7 NAMEN IN CILJI DIGITALIZACIJE 
 
Namen digitalizacije je vsekakor: 
 izboljšati poslovanje organizacije,  
 izboljšati poslovne procese in storitve, 
 zniţati stroške nastanka dokumentov v fizični obliki, 
 razbremeniti obstoječe arhive, ki so polni dokumentarnega gradiva, in 
 zmanjšati tveganje uničenja, odtujitve ali nepooblaščenega reproduciranja 
dokumentarnega gradiva iz tekoče in stalne zbirke.  
 
Cilji digitalizacije so sledeči: 
 osredotočenje na primarno dejavnost organizacije, 
 nuditi hitrejše in boljše storitve, 
 zmanjšati stroške poslovanja, ki so povezani z nastankom dokumentov, 
 imeti boljši pregled in nadzor nad vhodnimi in izhodnimi dokumenti, 
 hiter dostop do dokumentov v vsakem trenutku in kraju ter 
 večji nadzor nad osebami, ki ustvarjajo, urejajo, dopolnjujejo, spreminjajo, 
prejemajo dokumente. 
 
Zelo občutljiva tema v tem času je zaupnost osebnih podatkov. Zakonodaja je zelo 
stroga na tem področju, zato predpisi in delo na Zavodu potekajo v skladu s temi 
določili. Na dokumentih, ki so pripravljeni za elektronsko obdelavo in nadaljnji arhiv, 
se venomer pojavljajo osebni podatki. V nadaljevanju predstavljam ideje in rešitve, ki 
jih zagotavlja Mikrocop pri svojem delu in svojim strankam. 
 
4.7.1  Varna lokacija 
Oddaljena varna lokacija (tudi kolokacija) je dodaten fizični prostor za hrambo 
varnostnih kopij celotnega sistema arhiviraj.si. Dodaten fizični prostor se nahaja na 
lokaciji, ki je ločena od sedeţa podjetja Mikrocop. V teh prostorih se varno hranijo 
varnostne kopije celotnega sistema arhiviraj.si. S tem zagotavljajo varnost podatkov 
tudi v primeru, če bi prišlo do naravnih nesreč. 
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Varnostno arhiviranje celotnega sistema arhiviraj.si se izvaja dnevno. Tako so 
uporabniki varni pred izgubo podatkov, ki bi jih lahko povzročile naravne nesreče. 
Varnostne kopije podatkov iz sistema arhiviraj.si se dnevno fizično prenesejo na 
oddaljeno varno lokacijo. 
V primeru večje katastrofe lahko na oddaljeni varni lokaciji v nekaj urah vzpostavimo 
celoten sistem in nadaljujemo z nemotenim izvajanjem storitev arhiviraj.si (po 
Mikrocop, 2007a). 
 
4.7.2 Zmanjšanje tveganja pri prenosu podatkov preko spleta 
Tveganje pri prenosu podatkov preko spleta zmanjšujemo z uporabo zaščitnih 
mehanizmov na več ravneh. Z uporabo varne povezave, s protokolom, ki omogoča 
šifrirano povezavo med streţnikov in odjemalcem (v nadaljevanju: SSL – Secure 
Sockets Layer), je tveganje zmanjšano na najniţjo moţno raven. SSL je splošno 
sprejet varnostni protokol za varen prenos podatkov preko interneta. 
Med prenosom so vsi podatki tudi šifrirani. S šifriranjem podatkov se zaščiti vsebino, 
ki se prenaša, pred vpogledi s strani nepooblaščenih oseb (po Mikrocop, 2007a). 
 
4.7.3 Revizijska sled delovanja sistema 
Revizijska sled delovanja sistema je tako imenovani sistemski dnevnik. V sistemskem 
dnevniku se beleţijo vse akcije, ki se izvajajo na posameznem dokumentu v 
elektronskem arhivu. Beleţijo se vsi dostopi uporabnikov (na primer uporabniško ime, 
uporabnik, prijava), akcije na dokumentu (na primer pregledovanje, tiskanje), časi 
posameznih akcij in podobno. 
Z revizijsko sledjo se lahko spremlja celotno zgodovino akcij, ki so bile izvedene na 
posameznem dokumentu v elektronskem arhivu (po Mikrocop, 2007a). 
 
4.7.4 Protokol o obdelavi dokumentov 
Protokol o obdelavi dokumentov je organizacijski in poslovni dogovor med 
naročnikom in Mikrocopom o načinu obdelave dokumentov. Protokol o obdelavi 
dokumentov se sklene za vsako posamezno vrsto dokumentov. V protokolu so 
natančno opredeljeni vsi ključni parametri v zvezi z obdelavo dokumentacije, kot na 
primer:  
 organiziranost dokumentacije,  
 postopki priprave, predaje in obdelave dokumentacije,  
 tehnične lastnosti skenirane dokumentacije,  
 način in vsebina indeksiranja dokumentov, 
 postopek vračanja ali uničenja dokumentacije in  
 način poročanja o izvedenih storitvah ter kalkulacija cene storitve.  
Protokol o obdelavi dokumentov tako predstavlja osnovo za kakovostno izvajanje 
storitev obdelave dokumentov (po Mikrocop, 2007a). 
 
4.7.5 Varnost in zaščita arhivov 
Dokumente lahko vidijo samo tisti uporabniki, ki imajo pooblaščen dostop do vaših 
dokumentov. S tehnološkimi postopki za zagotavljanje varnosti so vpogledi v arhiv 
drugih uporabnikov onemogočeni. Vsak uporabnik dostopa do arhiva le s svojim 
uporabniškim imenom, geslom in digitalnim potrdilom. Uporabniško ime, geslo in 
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digitalno potrdilo se podelijo vsakemu uporabniku ob aktivaciji računa. Če je v 
podjetju več uporabnikov spletne storitve arhiviraj.si, se ob aktivaciji uporabniškega 
računa določi tudi nivo uporabniških pravic za vsakega uporabnika. 
Na področju logistike in primopredaje dokumentov se vpeljejo rešitve, ki omogočajo 
revizijsko sled primopredaje dokumentov v vseh fazah: od prevzema dokumentov pri 
naročniku pri obdelavah v storitvenih centrih do uvoza dokumentov v elektronski 
arhiv. S tem se zagotovi stalen pregled nad dokumenti in razmejitev odgovornosti za 
dokumente v vseh fazah. 
V Mikrocopu imajo tudi natančno razdelan sistem skladiščenja dokumentov pred, 
med in po zaključeni obdelavi dokumentov. Jasno so definirani vsi postopki in 
odgovornosti zaposlenih, ki se srečujejo z dokumentacijo v posamezni fazi obdelave. 
Pred nepooblaščenim dostopom do dokumentov in informacij se mora uporabnik 
zavarovati tudi sam, in sicer tako, da v največji moţni meri prepreči dostop 
nepooblaščenim osebam do delovne postaje, kjer je nameščeno digitalno potrdilo in 
da se skrbno varuje uporabniško ime in geslo. 
Za varnost skrbijo tudi z vzpostavljenim sistemom avtomatske identifikacije. S tem se 
preprečuje nepooblaščen dostop do prostorov, kjer se vrši obdelava in hramba 
dokumentov. Zaposleni v Mikrocopu pa so tudi s pogodbami obvezani k varovanju 
vseh poslovnih informacij in zaupnih podatkov (po Mikrocop, 2007a). 
 
 
4.8 MOŢNE REŠITVE PROBLEMA 
 
Uvedba elektronskega arhiva je mogoča na dva načina. Eden izmed načinov uvedbe 
elektronskega arhiviranja je s pomočjo zunanjih izvajalcev, drugi pa z uvedbo lastne 
notranje sluţbe.  
 
4.8.1 Zunanji izvajalci 
Zunanje izvajanje storitev je v svetu uveljavljeno kot način, s katerim je mogoče 
zniţati stroške poslovanja, zmanjšati odvisnost od lastnih kadrov, nadomestiti 
pomanjkanje notranjih znanj, pridobiti boljši nadzor nad stroški in uporabljati 
trenutno najboljše dostopne rešitve. Pri zunanjem izvajanju se podjetje bolje 
osredotoči k svoji temeljni dejavnosti in s tem doseţe večji poslovni uspeh. Če 
organizacija preda arhivsko funkcijo zunanjemu izvajalcu, lahko enostavneje doseţe 
spoštovanje zakonskih določb, ki narekujejo, kako naj se ravna s posamezno vrsto 
dokumentov oziroma opredeljuje pogoje za elektronsko hrambo. Zunanji izvajalec 
nosi celotno breme spoštovanja zakonodaje in tehničnih standardov za hrambo 
gradiva. Zunanji izvajalec opravi storitev hrambe gradiva kakovostneje, ceneje kot 
organizacija sama z lastno informacijsko opremo in obstoječim znanjem (po Javorič 
in Pauletič, 2007, str. IV 25). Prenos hrambe dokumentarnega gradiva v zunanje 
izvajanje pripomore k pridobitvi večje transparentnosti stroškov. Stroški uporabe 
storitev hrambe so vnaprej določeni in predvidljivi, slednje pa omogoča laţje 
načrtovanje in hitrejše prilagajanje novim poslovnim potrebam. Zunanje izvajanje 
elektronske hrambe je učinkovitejše in doseţe višjo kakovost informacijske storitve. 
Prehod na zunanje izvajanje elektronske hrambe bistveno zmanjša tudi obremenitev 
IKT infrastrukture in internih povezav (po Javorič in Pauletič, 2007, str. IV 26). 
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»Pri odločanju za zunanje izvajanje se organizacija sooča s številnimi vprašanji, kot 
so: 
 kako ohraniti nadzor, zmanjšati poslovna tveganja in hkrati povečati kakovost 
storitev; 
 ali bo organizacija še naprej nemoteno poslovala, zlasti med prehodom na 
zunanje izvajanje storitev; 
 ali se bodo lahko ustrezno odzivali na naglo spreminjajoče se zahteve trga in 
obenem še naprej uspešno sledili svoji poslovni strategiji?« (Javorič in Pauletič, 
2007, str. IV 27). 
 
Ob malo daljšem razmisleku lahko organizacija pride do naslednjih spoznanj: 
 ob usposobljenem dobavitelju storitev lahko prihrani precej časa in denarja; 
 izbor preverjenega in zaupanja vrednega partnerja je za zunanje izvajanje storitve 
najboljša odločitev (po Javorič in Pauletič, 2007, str. IV 27). 
 
Pri zunanjem izvajanju digitalizacije (ali tako imenovanem outsourcingu) ni potrebno 
razmišljati o sredstvih in načinih urejanja dokumentacijskega sistema, ampak svoje 
ţelje in zahteve zaupajo specializiranim podjetjem. Zunanje izvajanje digitalizacije 
dokumentarnega gradiva ima sledeče prednosti: ni potrebno vlagati v lastno 
tehnologijo, ni potrebe po vzdrţevanju, ni bojazni pred tehnološkim zastaranjem 
izbrane rešitve, odločitev za zunanje izvajanje je mnogo laţja kot nakup tehnologije, 
ni teţav s kadri, kar zadeva odsotnosti in izobraţevanja (po Mikrocop, 2007š). 
 
Eden od  zunanjih izvajalcev za digitalizacijo dokumentarnega gradiva v elektronsko 
obliko v Sloveniji je Mikrocop. Mikrocop je storitveno in svetovalno-razvojno podjetje, 
usmerjeno v razvoj sistemov in rešitev za upravljanje in arhiviranje dokumentov. 
Deluje v okviru dveh samostojnih, kapitalsko povezanih druţb s sedeţem v Ljubljani 
in v Umagu na Hrvaškem. S programsko osnovo InDoc – Document Solutions, ki je 
plod njihovega lastnega razvoja, in z zdruţevanjem izdelkov in rešitev tujih 
partnerjev postavljajo celovite rešitve pri upravljanju z dokumenti, in to od 
masovnega skeniranja do zajema podatkov in arhiviranja vseh vrst dokumentov na 
najrazličnejše medije (po Mikrocop, 2007i). 
 
Vse kar bo v nadaljevanju napisano, je povzeto po spletnih straneh Microkopa. 
Mikrocop nudi naslednje storitve: 
 zajem slike (imaging): 
 skeniranje dokumentov, 
 konverzija medijev in e-formatov,  
 mikrofilmanje,  
 elektronsko arhiviranje, aplikacija COLD in 
 varnostni zapis e-dokumentov na mikrofilm, 
 zajem podatkov, 
 arhiviraj.si, 
 arhivi:  
 sanacija arhivov,  
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 priprava pravilnika o arhiviranju in organizacijskih predpisov in  
 upravljanje z arhivskimi skladišči, 
 obdelava dokumentov:  
 dosjejske obdelave,  
 paketne obdelave,  
 obdelave posamičnih dokumentov in 
 hramba arhivskih medijev. 
 
Zajem slike (imaging) 
 
Skeniranje dokumentov 
Skeniranje dokumentov zajema naslednje faze: 
 priprava dokumentov za skeniranje, kar pomeni zlaganje iz registratorjev in map, 
odstranjevanje sponk, 
 skeniranje; to je proces, sestavljen iz skeniranja dokumentov, nadzora kakovosti 
in ponovnega skeniranja ob neustrezni kakovosti, 
 indeksiranje; to je označevanje posamičnih dokumentov ali nekih vsebinskih celot 
dokumentov z opisnimi oznakami, po katerih jih uporabniki ţelijo iskati v arhivu. 
Idetifikacijske oznake dokumentov se lahko vnaša ročno ali z orodji za 
avtomatsko prepoznavanje; skenirane slike dokumentov in bazo indeksnih 
podatkov o teh dokumentih skupaj z aplikacijo InDoc Archive Viewer (namenjeno 
iskanju in pregledovanju dokumentov, shranjenih na mediju)  se zapiše na 
nezbrisljiv, prenosni medij; zaradi standardiziranosti in razširjenosti bralnih enot 
na uporabniški strani je trenutno najprimernejši CD-ROM (po Mikrocop, 2007n). 
 
Konverzija medijev in e-formatov 
V Mikrocopu razpolagajo z znanjem in opremo za zajem dokumentov iz 
najrazličnejših mikrofilmskih medijev v elektronsko obliko, za zapis elektronskih 
dokumentov in drugačnih podatkov na mikrofilm nove generacije, za zapis 
elektronskih dokumentov in drugačnih podatkov na poljubne magnetne in optične 
medije. Vse pogostejše postajajo tudi potrebe po zamenjavi različnih formatov zapisa 
dokumentov in podatkov. V Mikrocopu so zagotovili vso potrebno infrastrukturo za 
varen, zanesljiv in zmogljiv pretok podatkov preko spleta na njihove produkcijske 
streţnike za konverzijo zapisa. Spletne poti do njihovih storitev omogočajo obdelavo 
v realnem času, racionalizirajo stroške transporta ter zagotavljajo večjo sledljivost 
procesov (po Mikrocop, 2007e). 
 
Mikrofilmanje (po Mikrocop, 2007f). 
Z mikrofilmanjem  se preslika dokumente na poseben 16-milimetrski mikrofilm v 
zvitku, ki ga razvijejo po klasičnem fotografskem postopku. Fotografija, kot osnova 
mikrofilmske tehnologije, zaradi svojih fizikalnih in kemijskih lastnosti dovoljuje 
pomanjšavo in povečavo dokumentov, pri tem pa se kakovost zapisa ne spremeni. 
Trajnost in nespremenljivost zapisa na mikrofilmu je celo sto let. Za vpogled v 
dokumente, shranjene na mikrofilmu, se potrebuje le povečevalo in svetlobo. 
Mikrofilm ni podvrţen tehnološkemu zastaranju in zato dolgoročno zagotavlja varnost 
hrambe dokumentov. Za vpogled in reprodukcijo dokumenta iz mikrofilma na papir 
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se potrebuje mikrofilmski bralnik in reproduktorje. Mikrofilm je idealen medij za 
dolgoročno arhiviranje pasivne dokumentacije. S snemanjem dokumentov na dva 
mikrofilma hkrati se zagotovi varnost arhiva, s čimer nastaneta tako imenovani 
delovna in varnostna kopija mikrofilma. 
 
Mikrofilmska hramba dokumentov ima sledeče prednosti: zmanjša potrebe po 
arhivskem prostoru do 95 odstotkov, niso več potrebna vlaganja v širitev arhivskega 
prostora. Dokumenti, posneti na mikrofilmu, so enakovredni papirnim izvirnikom in 
imajo enako dokazno vrednost v sodnih postopkih (razen redkih izjem, za katere 
zakon izrecno določa, da se hranijo v izvirniku na papirju), mikrofilm je 
najzanesljivejši medij, ker ni podvrţen tehnološkemu zastaranju, zapis pa je 
neizbrisljiv in zagotovljena je visoka varnost arhiva. Zaradi izredno majhne 
prostornine je v ognjevarni kovinski omari lahko shranjenih nekaj milijonov 
dokumentov na mikrofilmu. 
 
Elektronsko arhiviranje, aplikacija COLD 
To je postopek, ko dokumente, ki nastanejo kot izhod iz različnih aplikacij ali ki so kot 
posledica raznih računalniških obdelav (npr. izhodni računi, plačilne liste, mesečni 
izpisi stanj, konto kartice, glavna knjiga, stanje zalog in podobni dokumenti), brez 
izpisovanja na papir elektronsko arhivirajo. Podatki so shranjeni v zgoščenih 
datotekah, izpisne liste analizirajo in obdelajo z različnimi orodji in pretvorijo v obliko, 
ki je identična papirnemu izpisu dokumenta in primerna za zapis na arhivski CD-ROM 
in/ali mikrofilm. To omogoča samodejno arhiviranje brez skeniranja in opremljanja s 
kazalom (indeksiranja) veliko dokumentov in s tem se prihrani ogromno prostora, 
potrebnega za arhiviranje izpisov na papirju in predvsem stroškov tiskanja na papir. 
Prihrani se tudi precej časa, ki je potreben za iskanje dokumentov in podatkov v 
papirni obliki (po Mikrocop, 2007b). 
 
Varnostni zapis e-dokumentov na mikrofilm 
Elektronske dokumente, ki jih morajo podjetja hraniti daljši čas (deset let in več), ţe 
ob prenosu v elektronski arhiv shranijo še na mikrofilmu. Hibridno arhiviranje 
zdruţuje prednosti obeh tehnologij. Vso dokumentacijo je zaradi hitrega dostopa  
najprimerneje hraniti v elektronski obliki, mikrofilm pa je najzanesljivejša varnostna 
kopija. Največja prednost mikrofilma je dokazana trajnost zapisa, sto let (ob 
upoštevanju procesiranja), in da je mikrofilm kot medij neobremenjen z napredkom 
tehnologije. Za vpogled v dokumente, shranjene na mikrofilmu, se potrebuje le 
povečevalo in svetlobo. Stroški varnostnega zapisa elektronskih dokumentov na 
mikrofilm pa so, glede na visoko stopnjo varnosti arhiva, zanemarljivo nizki (po 




Zajem podatkov iz papirnih dokumentov in drugih virov (spletni obrazci, elektronski 
fax ...) racionalizira delovni proces in ukine stroške ročnega vnosa podatkov (po 








Vir: Mikrocop, 2007s 
 
 
Deleţ poslovanja s papirji, glede na razmah e-poslovanja, postaja manjši. Da ne bi 
bilo nekaj papirjev breme na poti v popolno elektronsko poslovanje, s storitvami 
zajema podatkov, Mikrocop zagotavlja svojim naročnikom, da se vsi dokumenti, ki 
vstopajo v njihov poslovni proces, ustavijo in ostanejo pri njih. Naročnik dobi le 
zajete podatke v elektronski obliki in dokumente, ki so varno in zanesljivo arhivirani v 
sistemu Mikrocop WEB Archive Hosting in preko spletnih storitev povezani v 
aplikacije naročnikovega informacijskega sistema. Zajem podatkov, preko tehnologije 
optičnega prepoznavanja znakov (OCR), Mikrocopu omogoča zmanjšanje stroškov 
ročnega vnosa podatkov iz računov naročnikovih dobaviteljev za najmanj 30 %, da 
naročnik nima več teţav z obdelavami v vrhuncih, ko obseg poslovanja presega 
njegove zmogljivosti za obdelavo dokumentov, da ankete in nagradne igre kar 
naenkrat niso več logistični problem, da se naročnikova naročniška sluţba lahko 
prične ukvarjati s pomembnejšimi opravili, kot je vnos podatkov o naročnikih, da ne 
zamuja več z obdelavo in plačili računov, zaradi česar se včasih zamudi ugodnejše 
plačilne pogoje, da so podatki in dokumenti arhivirani na enem najbolj varovanih 
sistemov v drţavi, da se centralizira funkcija zajema podatkov in da se za vse 
poslovne procese zmanjša količina papirja (po Mikrocop, 2007s). 
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Načrtovanje in tehnično opremljanje obrazcev in dokumentov Mikrocop izvaja v 
sklopu storitev zajema podatkov. S skrbnim načrtovanjem in preverjanjem uspešnosti 
zajema na prototipu dokumenta lahko optimizirajo uspešnost zajema ter tako 
zmanjšajo stroške kasnejših obdelav. V Mikrocopu zagotavljajo zajem podatkov iz 
strukturiranih dokumentov, kar predstavljajo obrazci, kjer se podatki dokumenta 
nahajajo vedno na istem mestu, kot tudi iz polstrukturiranih dokumentov, kar 
predstavljajo računi, kjer so podatki zaradi različnih oblik računov različnih podjetij 
skoraj poljubno na dokumentu. Polstrukturirani dokumenti so dokumenti, kadar 
vemo, katere podatke iščemo, ne znamo pa določiti njihove natančne pozicije. 
Uspešnost zajema takšnih dokumentov je precej manjša, a kljub vsemu še vedno 
pomeni velik prihranek človeškega dela v primerjavi z ročnim vnosom. Strojni zajem 
podatkov dopolnjuje ročni vnos za vse nepravilno zajete podatke, ki so jih izvrgli 
kontrolni mehanizmi na osnovi računskih algoritmov in/ali primerjave z vrednostmi iz 
kontrolnih podatkovnih baz. Zaradi vzpostavljenih kontrolnih mehanizmov za 
preverjanje pravilnosti zajema so zajeti podatki, če ne prihaja do odstopanj, 
praviloma točnejši kot pri ročnem vnosu. Celoten čas vnosa pa je bistveno krajši (po 
Mikrocop, 2007s). 
 
Sprejemna pisarna Mikrocopa (mailroom) v okviru svojih lokalnih storitev ponuja tudi 
zmogljivosti sprejemne pisarne. Mikrocop organizira za pogodbene partnerje sprejem 
dokumentov kot zunanje vloţišče. Dobavitelji  naročnika svoje račune pošiljajo v 
sprejemno pisarno v Mikrocop, ki vsak prejet dokument evidentira, zajame, obdela in 
arhivira v sistem Mikrocop WEB Archive. Mikrocop lahko v celoti prevzame skrb za 
logistiko naročnikovih dokumentov. S tem naročniku bistveno zmanjša količino 
papirja. V sistemu Mikrocop WEB Archiv lahko varno dolgoročno arhivirajo 
elektronske dokumente, poleg tega pa lahko uporabljajo Mikrocopove zmogljivosti za 
arhiviranje dokumentov v klasični obliki ali pa k njim preselijo mikrofilmski arhiv. 
Mikrocop lahko zagotovi tudi hrambo računalniških nosilcev v tehnično varovanem 
prostoru po Evropskem komisijskem bančnem standardu (ECB-S) s stalno 
temperaturo in vlago prostora ter večnivojskim nadzorom dostopa v prostor. 
Mikrocop poskrbi tudi za razrez in varnostno uničenje obdelanih dokumentov, ki jih ni 
treba hraniti v papirni obliki. Po zaključenih obdelavah komisijsko uniči in poskrbi za 
varnostni razrez dokumentov ter odvoz rezancev v predelovalne obrate papirnic (po 
Mikrocop, 2007s). 
 
V Mikrocopu nudijo:  
 zajem podatkov iz skeniranih dokumentov,  
 zajem podatkov iz papirnih dokumentov, 
 zajem podatkov iz mikrofilma, 
 optično prepoznavo tiskanih znakov (OCR), 
 pametno prepoznavo rokopisa – znakov (ICR),  
 prepoznavo znamenj (OMR), 
 ročni vnos, 
 nadzor pravilnosti zajema na osnovi računskih algoritmov z zajetimi podatki,  
 nadzor pravilnosti zajema na osnovi primerjanja s kontrolnimi bazami podatkov, 
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 spletni dostop do zajetih podatkov in analiz zajema, 
 neposreden vnos zajetih podatkov v informacijski sistem,  
 zajem podatkov v realnem času, 
 arhiviranje dokumentov v sistem Mikrocop WEB Archive Hosting ali odjavljen 
(offline) arhivski medij ter 
 povečanje točnosti vnesenih podatkov (po Mikrocop, 2007s).   
 
Arhiviraj.si (po Mikrocop, 2007a) 
 
Arhiviraj.si je spletni arhiv dokumentov, ki omogoča enostavno posredovanje 
dokumentov v spletni arhiv, hiter dostop do dokumentov, pregledovanje in 
enostavno pošiljanje dokumentov po e-pošti ter varno hrambo dokumentov na 
streţnikih sistema arhiviraj.si. Uporabnik sklene naročniško razmerje za izbrani paket 
storitev arhiviraj.si. Za uporabo storitev potrebuje osebni računalnik, priključen v 
internetno omreţje in dokumente v elektronski obliki. Vzdrţevanje in nemoteno 
delovanje sistema zagotavlja Mikrocop.  
 
Arhiviraj.si se uporablja za elektronsko arhiviranje vseh vrst dokumentov, kar 
omogoča tudi integracijo z različnimi poslovnimi informacijskimi sistemi. V primeru, 
da uporabnik prekine naročniško razmerje za uporabo storitev arhiviraj.si, se v 
dogovoru z uporabnikom vse dokumente in podatke zapiše na ustrezen arhivski 
medij in se jih preda uporabniku. Rešitev predstavlja varen, zanesljiv in ekonomsko 
ugoden način arhiviranja dokumentacije. 
 
Arhiviraj.si omogoča:  
 široko uporabnost na različnih področjih poslovanja, 
 varno hrambo in hiter dostop do dokumentov, 
 celovito ureditev arhiva od obdelave do hrambe dokumentov in 
 učinkovit ter ekonomsko ugoden način elektronskega arhiviranja.  
 
Obdelava arhiviraj.si bistveno zmanjša tveganje in stroške, ki so povezani z 
vzpostavljanjem elektronskega arhiva. Omogoča varno, zanesljivo in enostavno 
arhiviranje vseh vrst dokumentov. S sistemom arhiviraj.si se varno in zanesljivo hrani 
vse vrste poslovnih dokumentov v elektronski obliki. Dokumenti so vedno hitro in 
enostavno dostopni. Bistvene prednosti spletnega elektronskega arhiva pred 
klasičnimi oblikami arhiviranja so:  
 hiter dostop do dokumentov v arhivu, 
 enostavno iskanje dokumentov v arhivu, 
 laţja in hitrejša porazdelitev dokumentov, 
 manjši arhivski prostor in 
 varnost dokumentov v arhivu (po Mikrocop, 2007a). 
 
Do spletnega arhiva arhiviraj.si se dostopa preko spletnega naslova www.arhiviraj.si. 
Prijava se izvrši z uporabniškim imenom in geslom ter z ustreznim digitalnim 
potrdilom, ki se ga prejme ob aktiviranju računa. Do spletnega sistema arhiviraj.si 
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imajo tako dostop le pooblaščeni uporabniki. Po uspešni prijavi se lahko prične 
uporaba sistema arhiviraj.si (po Mikrocop, 2007a). 
Arhiviraj.si kot popolna zunanja obdelava (outsourcing) omogoča, da se prepusti 
celotna skrb za obdelavo in hrambo dokumentov ter vzdrţevanje in posodabljanje 
elektronskega arhiva usposobljenim izvajalcem. Mikrocop kot ponudnik storitev 
arhiviraj.si v celoti poskrbi za obdelavo dokumentov, njihov uvoz v spletni arhiv in za 
varno hrambo dokumentov, vzdrţevanje in posodabljanje elektronskega arhiva (po 
Mikrocop, 2007a). 
 




Slika 8: Popoln zunanji izvenorganizacijski sistem storitve »arhiviraj.si« 
 
Vir: Mikrocop, 2007r. 
 
 
Arhiviraj.si kot delni prenos obdelave izven organizacije omogoča tudi obdelavo 
dokumentov v podjetju naročnika z varnim prenosom le-teh v sistem arhiviraj.si, kjer 
se dokumenti hranijo v elektronskem arhivu. Vsi pooblaščeni uporabniki lahko 
sočasno in neomejeno dostopajo do dokumentov s hitrim in enostavnim iskanjem na 
podlagi vnaprej določenih atributov (po Mikrocop, 2007a). 
 
Za izvajanje storitev arhiviraj.si je potrebno izvesti naslednje korake:  
 namestitev strojne in programske opreme za zajem dokumentov,  
 opredelitev načina in postopkov obdelave dokumentov, 
 nastavitev aplikacije za zajem dokumentov v elektronsko obliko, 
 določanje iskalnih atributov (indeksiranje), 
 usposabljanje uporabnikov za delo s strojno in programsko opremo,  
 vzdrţevanje programske in strojne opreme ter zagotavljanje podpore 
uporabnikom, 
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 kreiranje uporabniških računov arhiviraj.si za vse uporabnike, izvedba testa in 
končna obdelava ter  
 namestitev rešitev (po Mikrocop, 2007a). 
 








Vir: Mikrocop, 2007d. 
 
Varnost storitev arhiviraj.si zagotavljajo na več ravneh z uporabo naslednjih 
mehanizmov zaščite. 
 Postopki identifikacije. 
Storitve so dostopne le pooblaščenim uporabnikom, ki se identificirajo na vstopni 
točki z uporabniškim imenom, osebnim geslom in digitalnim potrdilom, ki je varno 
shranjeno na pametni kartici ali v »shrambi potrdil« v operacijskem sistemu 
Windows.  
 Splošno sprejet varnostni protokol SSL za zaščito prenosa podatkov.  
Vsa komunikacija med uporabniškim vmesnikom InDoc in streţniki sistema 
arhiviraj.si poteka preko protokola SSL. S protokolom SSL zaščitijo povezavo med 
brskalnikom in spletnim streţnikom tako, da je zašifrirana in se ji ne da prisluškovati. 
SSL pa omogoča tudi overjanje uporabnikov prek digitalnih potrdil, ki jih vključijo v 






Za prehod na sodobni sistem arhiviranja in upravljanja z dokumenti je potrebno 
najprej vzpostaviti in urediti obstoječi papirni arhiv v podjetju. Mikrocop z zunanjimi 
usposobljenimi sodelavci naročnikom ponudi storitev sanacije obstoječega arhiva.  
 
Storitev zajema:  
 popis dokumentov; po vsebinskih sklopih se popiše vsa dokumentacija v arhivu; 
vsebuje  naslednje elemente: kratek opis vsebine gradiva, letnice gradiva, lokacija 
gradiva v regalih, količina posameznih vsebinskih sklopov gradiva, oznaka 
minimalnih rokov hranjenja dokumentarnega gradiva;  
 računalniška obdelava popisa; zdruţi se enake vsebinske sklope in se jih razvrsti 
po letnicah, lokacijah, ocenjenih količinah in minimalnih rokih hrambe;  
 odbiranje in izločevanje arhivskega gradiva po pisnem navodilu pokrajinskega 
arhivarja; 
 označevanje in izbor gradiva za učenje ter 
 uničenje gradiva (po Mikrocop, 2007m). 
 
Priprava Pravilnika o arhiviranju in organizacijskih predpisih 
Mikrocop med svoje raznovrstne storitve prišteva še izdelavo normativnega dela 
pravilnika, opredelitev zakonodaje, definicije osnovnih pojmov, pravila dela v tekoči 
in stalni zbirki dokumentarnega gradiva, izvajanje zakonskih določil, ki se nanašajo 
na ravnanje z dokumentarnim in arhivskim gradivom itd. Na podlagi organizacijske 
sheme podjetja Mikrocop opredeli tipične vrste dokumentarnega gradiva oddelkov in 
njihovih sluţb. Določiti je treba roke hranjenja za vrste dokumentarnega gradiva, za 
katerega so roki hranjenja zakonsko opredeljeni, za kategorije dokumentarnega 
gradiva, za katere ni zakonskih določitev rokov hranjenja, morajo roke hranjenja 
določiti odgovorne sluţbe podjetja. Na podlagi omenjenega izdelajo pravilnik kot 
dokument v papirni in elektronski obliki (html) za objavo na intranetnem streţniku 
naročnika in tako imajo vsi zaposleni v podjetju stalni dostop do pravilnika (po 
Mikrocop, 2007k). 
 
Upravljanje z arhivskimi skladišči 
Določen odstotek dokumentacije bo kljub vse večjemu elektronskemu arhiviranju še 
vedno ostal v papirni obliki. Pravne osebe morajo, skladno z zakonskimi predpisi, 
skrbeti za varno hrambo dokumentov v prostorih, ki ustrezajo zahtevanim 
normativom. Ustrezno urejen papirni arhiv pa zahteva stalen nadzor nad arhiviranimi 
dokumenti in vse aktivnosti potrebne za vzpostavitev preglednosti arhiviranih 
dokumentov ter evidentiranje prejetih in izdanih dokumentov. Mikrocop v sklopu 
svojih storitev med drugim ponuja tudi najem arhivskega prostora in upravljanje z 
arhivi naročnikov. Prostori, v katerih so shranjeni dokumenti, so opremljeni s 
sodobnimi sistemi za tehnično varovanje in ustrezajo zakonskim predpisom.  
Za načine ravnanja s posameznimi vrstami dokumentov se Mikrocop dogovori z 
naročnikom ob prevzemu dokumentacije v hrambo s posebnimi protokoli. V 
protokolih so določeni tudi roki hrambe posameznih vrst dokumentov in načini 
izločanja ter postopki uničevanja dokumentov s pretečenimi roki hrambe. Lastniki 
dokumentacije lahko  kadar koli zahtevajo vpogled v arhivirane dokumente, na 
podlagi dogovorjenih postopkov. Pri upravljanju z arhivskimi skladišči Mikrocop tesno 
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sodeluje tudi z Arhivom Republike Slovenije in pokrajinskimi arhivi pri odbiranju in 
izločanju arhivskega gradiva iz celotne mase dokumentarnega gradiva (po Mikrocop, 
2007o). 
 
Najem arhivskega prostora ima sledeče prednosti:  
 razbremenitev lastnih prostorov za dokumentacijo; 
 dokumentacija je arhivirana v ustreznih prostorih (ognjevarnih, ustrezna relativna 
vlaga);  
 skrbništvo nad dokumentacijo je zaupano usposobljenim kadrom;  
 poskrbljeno je za materialno varnost dokumentacije;  
 uporaba dokumentov je dokumentirana in nadzorovana, s čimer je zagotovljeno 
varovanje podatkov in  
 poskrbljeno je za sprotno izločanje dokumentacije s pretečenimi predpisanimi roki 
hrambe, zaradi česar se stroški arhiviranja zaradi prirasta dokumentacije ne 
povečujejo (po Mikrocop, 2007o). 
 
Slika 10 prikazuje pristop k obdelavi dokumentacije, ki omogoča, da v sodelovanju z 
naročnikom dodobra spoznajo vsako posamezno vrsto dokumentacije, zatem pa 
predlagajo in nato skupaj dorečejo postopek priprave, predaje in obdelave 
dokumentacije (po Mikrocop, 2007g). 
 
Slika 10: Pristop k obdelavi dokumentacije 
 
 




Dosjejska obdelava (po Mikrocop, 2007c) 
Pri dosjejski obdelavi vsi dokumenti, ki pripadajo določenemu poslovnemu dogodku, 
sestavljajo celoto (dosje).  
 
Cilj dosjejske obdelave dokumentacije je varna hramba in sočasen dostop do vseh 
dokumentov, ki pripadajo določenemu dosjeju, ne glede na to, v katerem obdobju v 
času od nastanka prvega dokumenta so nastali in ne glede na to, kdaj so bili 
obdelani in dodani v arhiv. 
 
Primeri dosjejske obdelave dokumentacije so: raznovrstna kreditna dokumentacija, 
pogodbena dokumentacija osebnih računov, pogodbena dokumentacija transakcijskih 
računov podjetij, pogodbena dokumentacija o prekoračitvah sredstev na računih, 
dokumentacija o prenosu lastništva vrednostnih papirjev, osebne mape zaposlenih - 
dokumentacija kadrovskih sluţb, dosjeji zavarovancev in različnih zavarovanj, 
dokumentacija uporabnikov storitev GSM, zadeve v pisarniškem poslovanju, sodni 
spisi, dosjeji odjemalcev elektrodistributerjev, gradbena dokumentacija. 
 
Paketna obdelava (po Mikrocop, 2007j) 
Značilnost paketnih obdelav je, da se hkrati obdeluje paket dokumentov, v katerem 
dokumenti niso vsebinsko povezani, določa pa jih neka skupna značilnost, po kateri 
kasneje iščemo dokumente v arhivu. 
 
Primeri dokumentacije, ki so paketno obdelani so dokumenti blagajniškega 
poslovanja (poloţnice, nakaznice, plačilni nalogi idr.), in sicer kadar paket 
dokumentov sestavlja dokumentacija, prejeta in izdana na določen dan. 
 
Obdelave posamičnih dokumentov (po Mikrocop, 2007h) 
Obdelave posamičnih dokumentov zahtevajo največ dela, vendar pa se jih pozneje 
hitreje poišče. Kadar se dokumentacija obdeluje na ta način, je treba vsak posamičen 
dokument opisati s toliko podatki, da iskanje ob navedbi teh iskalnih podatkov vrne 
točno tisti dokument, ki se ga išče, in ne mnoţice dokumentov, v kateri se nahaja 
tudi ta, ki se ga išče. Posamične obdelave dokumentov pridobijo na pomenu takrat, 
ko je iskanje dokumentov tako pogosto, da je s tem poplačan trud ob njihovi 
obdelavi. 
 
Primeri vrst dokumentacije, ki se obdeluje na ta način, so dokumenti blagajniškega 
poslovanja (poloţnice, nakaznice, plačilni nalogi idr., ampak le če bo vsak 
transakcijski dokument hranjen kot zaključena celota), čeki različnih vrst, direktne 
bremenitve in odobritve, potrdila (slipi) plačilnih kartic, prejeti in izdani računi, 
plačilne liste, napotnice študentskih servisov. 
 
Hramba arhivskih medijev 
Pri obdelavi dokumentacije v Mikrocopu ločijo dva osnovna načina: dokumentacijo 
skenirajo ali dokumentacijo snemajo - mikrofilmajo. Zaradi široke palete moţnosti, ki 
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jo ponujajo elektronski arhivi, vedno več dokumentacije skenirajo. Tako obdelana in 
v InDoc arhivu hranjena dokumentacija je dostopna vsem uporabnikom, ki jim je 
dostop do nje dovoljen. Vendar pa tudi pri hranjenju skenirane dokumentacije 
obstaja moţnost, da se za arhivski medij poleg CD-ROM-a ali WORM-a izbere še 
mikrofilm, s katerim je zagotovljena potrebno dolga doba hranjenja dokumentacije.  
Arhivske medije (mikrofilm, CD-ROM, WORM) lahko na ţeljo naročnika hranijo v 
Mikrocopu ali pa jih naročnik hrani sam v svojem arhivu. V primeru, ko arhivske 
medije hranijo v Mikrocopu, za naročnika igrajo vlogo arhivarja. Do dokumentov, ki 
so dostopni neposredno, naročnik dostopa v svojem elektronskem InDoc arhivu sam. 
Dokumente, ki niso dosegljivi neposredno ("off-line" način), pa za naročnika poiščejo 
v Mikrocopu (po Mikrocop, 2007č). 
 
4.8.2 Notranja sluţba 
 
Kot sem ţe zapisal v podpoglavju 4.8.1 Zunanji izvajalci, ureditev notranje sluţbe 
predstavlja veliko začetno investicijo, povezano z organiziranjem lastne sluţbe, 
katere naloga bo ukvarjanje z elektronskim arhiviranjem dokumentov, določanjem 
njenih pristojnosti, nalog in odgovornosti, pridobitvijo ustreznih kadrov, njihovega 
izobraţevanja in izpopolnjevanja, ureditev ustreznih prostorov in nakup ustrezne 
opreme. To je le začetek, kar mora posamezna organizacija predvidevati. Za uvedbo 
lastne notranje sluţbe pa je treba postoriti še marsikaj. Potrebno je izvesti še 
naslednje nujne »korake«: preučiti je treba postopek hranjenja dokumentarnega 
gradiva in arhiva, analizirati sedanje postopke hranjenja dokumentov, predlagati 
moţne rešitve za digitalizacijo dokumentarnega gradiva, izbirati najboljše rešitve za 
uvedbo elektronskega arhiva, potrebno je sprejeti notranji akt, ki mora upoštevati 
enotne tehnološke zahteve, ZVADGA in ostale predpise glede poslovanja ter  varstva 
osebnih podatkov. Pripravljena notranja pravila je potrebno poslati Arhivu RS v 
potrditev, kasneje je morda potrebno dopolniti notranja pravila, da jih Arhiv RS 
odobri, zagotoviti je treba finančna sredstva, razviti je potrebno lastno programsko 
opremo s pomočjo informacijskega centra ali na trgu kupiti ustrezno programsko 
opremo, določitev pravic in odgovornosti oseb, ki bodo delali in dostopali do 
dokumentov preko elektronskega arhiva, zagotoviti je potrebno varno dolgoročno 
hrambo elektronskega gradiva, varno uničenje dokumentov ter sankcije, 
odgovornosti in kazni za kršitelje, potrebno je tudi zagotoviti reprodukcijo 
dokumentov, v čim krajšem času za tekoče poslovanje, ter se neprestano 
dopolnjevati na tehničnem področju, na področju znanja in vse skupaj usklajevati z 
veljavnimi predpisi. Z ureditvijo lastne notranje sluţbe si sistem elektronskega 
arhiviranja popolnoma na novo zamislimo z uvedbo drugačne rešitve, kot ţe obstaja, 
in smo popolnoma neodvisni od zunanjega izvajalca. 
 
 
4.9 PREDLOG REŠITEV 
 
V podpoglavjih 4.8.1 in 4.8.2 sem opisal uspešnost ureditve elektronskega arhiva  s 
pomočjo zunanjih izvajalcev ali z lastno notranjo sluţbo. Izbrati je potrebno, 
dolgoročno gledano, najboljšo rešitev, ki bo zagotavljala nemoteno, varno, hitro, 
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učinkovito, pregledno in racionalno delo z upravljanjem in delom sistema 
elektronskega arhiva. Pri izboru predloga za uvedbo elektronskega arhiva je potrebno 
ugotoviti cilje, namen, tehnične in finančne zmoţnosti, prednosti, ki jih prinaša eden 
ali drugi predlog uvedbe elektronskega arhiva, in čas, ki je potreben od ideje, 
načrtovanja, realizacije in uvedbe ter uporabe sistema elektronskega arhiviranja 
dokumentarnega gradiva.  
 
Po vsem tem napisanem sem mnenja, da je tako kratkoročno kot dolgoročno gledano 
najboljša, najprimernejša, učinkovita in idealna rešitev za uvedbo elektronskega 
arhiva na Zavodu za zdravstveno zavarovanje Republike Slovenije rešitev s pomočjo 
zunanjega izvajalca. Zunanji izvajalec je pooblaščen za izvajanje sistema 
elektronskega arhiviranja, nudi vso potrebno strojno in programsko opremo, 
strokovno pomoč in usposabljanje referentov. Naročnik, v tem primeru ZZZS, lahko 
storitev elektronskega arhiva sproti dopolnjuje in razširja. Izvajalec pa zagotavlja 
vedno delujočo programsko in strojno opremo, strokovno pomoč, asistenco, 
nadgradnje, razširitev storitev, varno in odgovorno delo z dokumenti pri prenosu od 
naročnika do izvajalca, pri njihovi digitalizaciji, hrambi, dostopnosti in uničenju.  Pri 
vsem tem pa mora spremljati in spoštovati tudi veljavne predpise s področja 
digitalizacije dokumentarnega gradiva in varstva osebnih podatkov. Vse to bi z 






Zavodu za zdravstveno zavarovanje Republike Slovenije bi uvedba elektronskega 
arhiva, s katerim bi dostopali do dokumentarnega gradiva, izjemno koristila, saj pri 
njihovem poslovanju in delovanju nastajajo ogromne količine papirja, ki ga je treba 
za kratkoročno ali dolgoročno obdobje nekje hraniti. Zato morajo biti zagotovljeni 
dovolj veliki in varni prostori hranjenja. Vendar to, da so prostori veliki in varni, še 
zdaleč ni vse. Zagotovljeni morajo biti tudi drugi tehnični in varnostni mehanizmi, ki 
ščitijo dokumentarno gradivo pred nenamernim in namernim uničenjem, zlorabami, 
odtujitvami.  Vse več gradiva zahteva tudi od delavcev več časa za njihovo signiranje, 
označevanje, shranjevanje in iskanje. Slednje pa oteţi oziroma bolje rečeno upočasni 
normalno poslovanje organizacij. Uvedba elektronskega arhiva ne reši prostorske 
stiske v celoti, pripomore pa k laţjemu in hitrejšemu poslovanju, kar prinese večjo 
učinkovitost in uspešnost, skupno pa višjo raven kakovosti storitev. Elektronski arhiv 
se lahko uvede na dva osnovna načina, ki ju mora po strokovni plati preučiti in izbrati 
za to posebej pripravljena strokovna komisija. En način je, da sistem elektronskega 
arhiva vzpostavi in vzdrţuje zunanji izvajalec, naročnik, v našem primeru ZZZS, pa 
vzpostavitev in njegovo delovanje plačuje izvajalcu. Pri tem se izogne večjemu delu 
začetnih naloţb, nevarnosti zaradi nedelovanja, izpadanja in začetnih teţav, ki se 
pojavljajo pri uvedbi lastnih rešitev, ki še niso preizkušene. Naročnik ima moţnost, da 
pri izvajalcu izbere še kakšno drugo storitev poleg elektronskega arhiva. Vzpostavitev 
elektronskega arhiva na tak način je hitrejša in dolgoročno izjemno dobra naloţba.  
Za uvedbo lastnega elektronskega arhiva pa mora organizirana  strokovna skupina 
pripraviti in izpeljati vse potrebne aktivnosti,  ki so povezane s preučitvijo hranjenja 
dokumentarnega gradiva in pripravo notranjih pravil. Organizirati je treba sluţbo, ki 
bo skrbela za brezhibno in varno delovanje elektronskega arhiva. Za uspešno 
delovanje sluţbe je potrebno opredeliti njene naloge, pristojnosti in odgovornosti. 
Analizirati je potrebno sedanje postopke hranjenja dokumentarnega gradiva, preučiti 
moţne rešitve, izbrati najboljšo rešitev, jo izvesti in uvesti ter izobraţevati kadre. 
Zagotoviti je potrebno varnostne ukrepe pri prenosu dokumentarnega gradiva v 
digitalno obliko in pri njegovi uporabi. Določiti je potrebno tudi oblike in obseg pravic 
ter odgovornosti oseb, ki bodo imele dostop do dokumentarnega gradiva iz 
elektronskega arhiva. Takšna vzpostavitev elektronskega arhiva zahteva zelo dobre 
priprave, strokovno podkovano osebje, finančni zalogaj in nenehno spremljanje ter 
prilagajanje predpisom, ki obravnavajo elektronsko poslovanje in varstvo osebnih 
podatkov ter ostalih predpisov, povezanih s poslovanjem organizacij.  
Najhitrejša in najboljša rešitev za vzpostavitev elektronskega arhiva na Zavodu za 
zdravstveno zavarovanje Republike Slovenije je zato vzpostavitev arhiva s pomočjo 
zunanjega izvajalca, ki nudi najvišjo raven vzpostavitve in delovanja elektronskega 
arhiva, saj ima potrebno znanje, usposobljen kader, infrastrukturo in izkušnje pri 
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SEZNAM UPORABLJENIH KRATIC IN OKRAJŠAV 
 
 
CD-ROM    Compact Disc – Read Only Memory 
 
ECB-S   European Committee for Banking Standards 
 
ETZ    Enotne tehnološke zahteve 
 
ICR    Inteligent Character Recognition 
 
IKT    Informacijsko komunikacijska tehnologija 
 
ISAAR(CPF)2 Mednarodni standard za arhivski normativni opis 
ustvarjalcev arhivskega gradiva, pravnih in fizičnih oseb  
ter druţin  
 
ISAD (g)2   Inernational Standard Archival Description  
 
ISO    International Standar of Organization 
 
MoReq Model requirements for the managament of electronic 
records  
 
NORAK-4 Norveški standard za obravnavanje elektronskih 
dokumentov  
 
OCR    Optical Character Recognition 
 
ODR    Optical Document Recognition 
 
OMR    Optical Mark Recognition 
 
OZZ    Obvezno zdravstveno zavarovanje 
 
RS    Republika Slovenija 
 
SSL     Secure Sockets Layer 
 
UDO    Ultra Density Optical  
 
US DoD 5015.2 Design criteria standard for electronic records 
management software applications  
  
ZAVOD   Zavod za zdravstveno zavarovanje Slovenije 
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ZAKON Zakon o zdravstvenem varstvu in zdravstvenem 
zavarovanju 
 
ZVADAGA Zakon o varstvu dokumentarnega in arhivskega gradiva 
ter arhivih 
 
ZZZS    Zavod za zdravstveno zavarovanje Slovenije 
 
 
WORM    Write Once, Read Many Times 
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Compact Disc – Read Only Memory 
Optični diski 
 
European Committee for Banking Standards 
Evropski komisijski bančni standard 
 
Mailroom    
Sprejemna pisarna Mikrocop-a 
 
Model requirements for the managament of electronic records  
Model zahtev za upravljanje elektronskih dokumentov 
 
InDoc Archive Viewer  
Namenjen iskanju in pregledovanju dokumentov, shranjenih na mediju 
 
Inteligent Character Recognition 
   
Inernational Standard Archival Description   
Splošni mednarodni standard za arhivsko popisovanje  
 
International Standard of Organization 
Mednarodna organizacija za standardizacijo 
 
Optical Character Recognition 
Optično prepoznavanje znakov 
 
Optical Document Recognition 
Optično prepoznavanje obrazcev 
 
Optical Mark Recognition 
Optično prepoznavanje znakov 
 
Outsourcing 
Zunanji izven organizacijski sistem obdelave 
 
"off-line"     
Dokumentacija je dostopna samo v fizični obliki 
 
"on-line"    
Dokumentacija dostopna vsem uporabnikom 
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Secure Sockets Layer 
Protokol, ki omogoča šifrirano povezavo med streţnikom in odjemalcem 
 
Ultra Density Optical 
Industrijski standard za arhiviranje podatkov 
 
US Design criteria standard for electronic records management software  
applications   
Ameriški standard -  kriterij za oblikovanje programske opreme namenjene 
upravljanju elektronskih dokumentov 
 
WEB Archive Hosting 
Spletno arhivsko gostovanje 
 
Write Once, Read Many Times 







Priloga 1: Zahteva za registracijo opreme in storitev za digitalno hrambo 
Priloga 2: Zahteva za potrditev notranjih pravil 
Priloga 3: Zahteva za potrditev vzorčnih notranji pravil 




Priloga 1: Zahteva za registracijo opreme in storitev za digitalno hrambo 
Obr. eARS-6.0 
Veljavnost od 11.08.2006 







ZAHTEVA ZA REGISTRACIJO PONUDNIKA OPREME IN 









I. Splošni podatki 2 
 
1. Naziv ali osebno ime vlagatelja zahteve: 
 
2. Sedeţ oziroma naslov stalnega prebivališča vlagatelja: 
 
3. Matična številka: 
 
4. Poštni naslov: 
 
5. Elektronski naslov: 
 

























1 Priloga 6 Uredbe o varstvu dokumentarnega in arhivskega gradiva (Ur.l. RS št. 86/2006) 
2  Vsi podatki so obvezni razen podatkov pod točko 6 in 8 
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Obr. eARS-6.0 
Veljavnost od 11.08.2006 




II. Podatki o strojni opremi 
 
9. Tip strojne opreme: 
 
10. Naziv ali serija strojne opreme: 
 
11. Opis strojne opreme: 
 
12. Izjava o skladnosti: 
 
Izjavljam, da strojna oprema iz 10. točke te vloge izpolnjuje ta merila: 
1.  je  široko  priznana  in  uveljavljena  oziroma  uporabljana,  njena  uporaba  je podprta s 
strojno in programsko opremo, uveljavljeno na trgu; 
2. je skladna s  temi mednarodnimi, drţavnimi ali drugimi splošno priznanimi standardi 
(vpišite naslove standardov): 
 
 
3.  je  skladna  z  določbami  Zakona  o  varstvu  dokumentarnega  in  arhivskega gradiva ter 
arhivih (Uradni list RS, št. 30/06), uredbo, katere priloga je ta vloga, enotnimi tehnološkimi 
zahtevami ter z ugotovljenimi potrebami in zahtevami za posamezne   razrede   zmogljivosti,   
ki   so   določeni   z   enotnimi   tehnološkimi zahtevami; 

























Veljavnost od 11.08.2006 




III. Podatki o programski opremi 
 
12. Tip programske opreme: 
 
13. Naziv programske opreme: 
 
14. Opis programske opreme: 
 
15. Izjava o skladnosti: 
 
Izjavljam, da programska oprema iz 13. točke te vloge izpolnjuje ta merila: 
1. je široko priznana in uveljavljena oziroma uporabljana ali posebej razvita za zajem in 
hrambo gradiva v digitalni obliki ali spremljevalne storitve po Zakonu o varstvu 
dokumentarnega in arhivskega  gradiva ter arhivih (Uradni list RS, št. 
30/06) in uredbi, katere priloga je ta vloga, njena uporaba je podprta z na trgu uveljavljeno 
strojno in programsko opremo; 
2. je skladna s  temi mednarodnimi, drţavnimi ali drugimi splošno priznanimi standardi 
(vpišite naslove standardov): 
 
 
3.  je  skladna  z  določbami  Zakona  o  varstvu  dokumentarnega  in  arhivskega gradiva ter 
arhivih (Uradni list RS, št. 30/06), uredbo, katere priloga je ta vloga, enotnimi tehnološkimi 
zahtevami ter z ugotovljenimi potrebami in zahtevami za posamezne  razrede  zmogljivosti,  
ki  so  z   določeni  z  enotnimi  tehnološkimi zahtevami; 






















Veljavnost od 11.08.2006 




IV. Podatki o storitvi hrambe 
 
16. Naziv storitve: 
 






18. Podatki o zaposlenih osebah, ki izpolnjujejo pogoje iz drugega in tretjega odstavka 
21. člena uredbe, katere priloga je ta vloga: 
 








19. Izjava o skladnosti: 
 
Izjavljam, da oseba iz 1. točke te vloge izpolnjuje vse zahteve iz 21. in 22. člena uredbe, katere priloga 
























Veljavnost od 11.08.2006 




V. Podatki o spremljevalni storitvi 
 
20. Tip spremljevalne storitve: 
 
21. Naziv storitve: 
 





23. Podatki o zaposlenih osebah, ki izpolnjujejo pogoje iz drugega in tretjega odstavka 
21. člena uredbe, katere priloga je ta vloga: 
 






24. Izjava o skladnosti: 
 
Izjavljam, da oseba iz 1. točke te vloge izpolnjuje vse zahteve iz 21. in 23. člena uredbe, katere priloga 





Podpis vlagatelja ali pooblaščene osebe: 
__________________________________ 







Priloga 2: Zahteva za potrditev notranjih pravil 
Obr. eARS-4.0 
Veljavnost od 11.08.2006 
                                                                                                                                                                                                                   







ZAHTEVA ZA POTRDITEV NOTRANJIH PRAVIL 1 
 
 
I. Splošni podatki 2 
 
1. Naziv ali osebno ime vlagatelja zahteve: 
 
2. Sedeţ oziroma naslov stalnega prebivališča vlagatelja: 
 
3. Matična številka: 
 
4. Poštni naslov: 
 
5. Elektronski naslov: 
 







II. Podatki o notranjih pravilih3 
 
9. Oznaka notranjih pravil 
 









       Podpis vlagatelja ali pooblaščene osebe: 






Priloga 4 Uredbe o varstvu dokumentarnega in arhivskega gradiva (Ur.l. RS št. 86/2006) 
2  Vsi podatki so obvezni razen podatkov pod točko 6 in 8. 
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3 Podatka pod točko 9 in 10 sta obvezna 
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Priloga 3: Zahteva za potrditev vzorčnih notranji pravil 
Obr. eARS-5.0 
Veljavnost od 11.08.2006 
                                                                                                                                                                                                                     










I. Splošni podatki 2 
 
1. Naziv ali osebno ime vlagatelja zahteve: 
 
2. Sedeţ oziroma naslov stalnega prebivališča vlagatelja: 
 
3. Matična številka: 
 
4. Poštni naslov: 
 
5. Elektronski naslov: 
 






II. Podatki o vzorčnih notranjih pravilih 
 
9. Oznaka notranjih pravil 
 
10. Opis namena vzorčnih notranjih pravil: 
 
11. Osebe, ki lahko vzorčna notranja pravila prevzamejo: 
 
12. Izjava o prenosu avtorskopravnih upravičenj (obkroţite črko pred ţeleno 
      moţnostjo):  
a) Avtor  vzorčnih  notranjih  pravil,  priloţenih  tej  vlogi,   izjavljam,  da  se odpovedujem 
vsem materialnim avtorskopravnim upravičenjem na teh notranjih pravilih in dovoljujem 
njihovo splošno uporabo. Izrecno soglašam, da lahko ta vzorčna notranja pravila kot celoto 
ali zgolj njihove posamezne dele uporabljajo tretje osebe brez omejitev, jih enkrat ali večkrat 
reproducirajo ali spreminjajo na kakršen koli način in v kateri koli obliki, objavljajo v 
elektronski, tiskani ali kateri koli drugi obliki ali jih kako drugače naredijo javno dostopne. 
Izjavljam, da se ta vzorčna  notranja  pravila  v  ta  namen  smejo  prevajati  v  druge  tuje  
jezike, digitalizirati ali 
b) Vsa  materialna  avtorskopravna  upravičenja  so  pridrţana.  Avtor  vzorčnih notranjih pravil, 
priloţenih tej vlogi, izjavljam, da zgolj dovoljujem, da ta vzorčna  
notranja pravila prevzamejo v svoja notranja pravila samo osebe, ki so navedene v 11. točki te 
vloge in jih lahko uporabljajo zgolj v skladu z namenom, opisanim v 10. točki te vloge. 
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Osebe, ki ta vzorčna  notranja pravila prevzamejo, in tretje osebe niso  upravičene do 
kakršne koli druge uporabe vzorčnih notranjih pravil, 
 
 
1 Priloga 5 Uredbe o varstvu dokumentarnega in arhivskega gradiva (Ur.l. RS št. 86/2006) 




Veljavnost od 11.08.2006 
                                                                                                                                                                                                          
Stran 2 / 2  
 
kakršnega  koli  reproduciranja,  spreminjanja  ali  objave  teh  vzorčnih  notranjih pravil kot celote ali 
njihovih posameznih delov. 
c) Izjava o prenosu avtorskopravnih upravičenj je priloţena vlogi (priloţite svojo izjavo). 
 
13. Priloge k zahtevi: 
a) Obrazloţitev posameznih določil vzorčnih notranjih pravil 
b) Informacije in navodila za izvedbo faze priprav na zajem in hrambo 
c) Izjava o pogojih za prenos potrebnih avtorskopravnih upravičenj na osebe, ki 
prevzamejo vzorčna pravila (če je pri 12. točki izbrana moţnost c) 
















           Podpis vlagatelja ali pooblaščene osebe: 
__________________________________ 
 














Priloga 4: Zahteve za akreditacijo opreme in storitev za digitalno hrambo 
Obr. eARS-7.0 
Veljavnost od 11.08.2006 






ZAHTEVA ZA AKREDITACIJO OPREME IN STORITEV ZA 
DIGITALNO HRAMBO 1 
 
 
I. Splošni podatki 2 
 
1. Naziv ali osebno ime vlagatelja zahteve: 
 
2. Sedeţ oziroma naslov stalnega prebivališča vlagatelja: 
 
3. Matična številka: 
 
4. Poštni naslov: 
 
5. Elektronski naslov: 
 







II. Podatki o opremi ali storitvah 
 




10. Naziv storitve/opreme, kot je vpisan v register ponudnikov opreme in storitev: 
 
 




Podpis vlagatelja ali pooblaščene osebe: 
__________________________________ 
 







1  Priloga 7 Uredbe o varstvu dokumentarnega in arhivskega gradiva (Ur.l. RS št. 86/2006) 
2  Vsi podatki so obvezni razen podatkov pod točko 6 in 8. 
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Študent Primoţ Tratnik izjavljam, da se strinjam z objavo diplome na internetu in da 






                 Podpis:_________________ 
 
 
Diplomsko delo je lektorirala Tanja Bovha.  
 
 
 
 
Podpis:_________________ 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
