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Objetivos de esta charla 
● Reflexionar entre todos sobre cómo construir 
repositorios y qué se entiende por calidad en los 
repositorios de acceso abierto: ¿dimensiones, aspectos, 
parámetros?  
● ¿Qué hacer con toda la información que hay sobre lo 
que hacer? 
● Y toda la información que hay para guardar. 
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Cuando se comienza el proceso de creación 
de un RI 
Conocer el objetivo institucional… al menos para empezar. Esto cambia 
y es un problema. 
Cómo se difunde en la institución: qué y dónde publican y qué más 
quieren guardar. 
A quiénes se dirige el repositorio, qué tipo de comunicación esperan.  
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En cualquier caso para empezar 
Un conocimiento claro y preciso de las necesidades de la comunidad de 
la institución, de la misión y de los objetivos de nuestro repositorio 
➢ Apoyo de las autoridades institucionales 
➢ Clara definición de políticas y su formalización escrita 
➢ Infraestructura tecnológica 
➢ Recursos de personal y económicos 
➢ Participación de los productores de los contenidos …¡soñar! 
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Marco normativo 
En el proceso de creación y mantenimiento de un repositorio digital es 
posible diferenciar dos tipos de fuentes normativas:  
● las relacionadas con la planificación y puesta en marcha del 
repositorio  




Marco normativo al inicio 
Para la planificación general de un repositorio la principal fuente normativa 
disponible es el Modelo OAIS (Open Archival Information System), existente 
también como norma ISO 14721:2013 que proporciona un modelo abstracto,  




Será una guía para perfil de metadatos para repositorios pero 
saldrá en Julio de 2019. Sería interno, no sobre 
interoperabilidad 
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OpenAIRE Guidelines and Application Profile for repository managers and 
publication platforms 4.0: More Detail - More Connectivity 
 Han reemplazado el formato Dublin Core utilizado en OAI-PMH y definido un 
perfil de aplicación basado en las propiedades de metadatos de Dublin Core, 
DataCite y OpenAIRE. Esto asegura lo siguiente: 
Más granularidad de la información bibliográfica conduce a una mayor precisión 
(semántica), 
Se pueden proporcionar identificadores (persistentes) a todas las entidades 
relevantes de información de investigación (productos de investigación, autores, 
contribuyentes, organizaciones, patrocinadores de investigación y proyectos). 
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Se pueden especificar relaciones significativas e interpretables por la máquina entre entidades o 
recursos web, 
La cita bibliográfica puede generarse por sus atributos individuales (título de serie, volumen, edición, 
página de inicio, página final, etc.) y exportarse en diferentes formatos y estilos de citas y, 
Los vocabularios controlados de OpenAIRE, COAR, DataCite y otras iniciativas pueden codificarse, 
mejorando así la interoperabilidad con otras redes de repositorios, como LA Referencia y el 
Consorcio de Japón para el Repositorio de Acceso Abierto (JPCOAR). 
  
 
OpenAIRE Guidelines and Application Profile for repository managers 





OpenAire Guidelines for Literature Repository Managers v 4.0 are now available! 
Next Generation Repositories  Behaviours and Technical Recommendations 
of the COAR Next Generation Repositories Working Group 
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COAR Next generation 
1. Exposición de identificadores 
2. Declaración de licencias a nivel de recursos 
3. Descubrimiento a través de la navegación 
4. Interacción con Recursos (Anotación, Comentario y Revisión) 
5. Descubrimiento de lotes 
6. Transferencia de recursos 
7. Metadatos de la actividad de recopilación y exposición 
8. Identificación de Usuario 
9. Autenticación de Usuario 
10. Exposición de métricas de uso estandarizadas 




En líneas generales, el NGRWG recomienda una serie de características que los repositorios de la 
próxima generación deberán cumplir: 
 
● Deben estar centrados en los recursos y no en los metadatos que describen a los mismos como 
sucede en la actualidad; los recursos deben ser el foco de los servicios e infraestructura de los 
repositorios. 
 
● Deben poder establecer conexiones entre sí. Las conexiones entre repositorios se establecen 
bidireccionalmente como resultado de la interacción entre recursos en diferentes repositorios, o por 
un servicio, es decir, por una actividad entre repositorios. 
 
● Deben ser aptos para el procesamiento por computadoras, permitiendo la utilización de servicios 
entre repositorios y empleando poco esfuerzo para el desarrollo de los mismos. 
 
● Deben ser plataformas activas, esto quiere decir que deben poder soportar versionado, uso de 
comentarios, actualizaciones, relaciones entre recursos y revisiones.  
COAR Toolkit 
● El objetivo del kit de herramientas es proporcionar a los 
administradores de repositorios las mejores prácticas y los recursos 
educativos para respaldar la interoperabilidad, la capacidad de 
descubrimiento y el desarrollo de servicios de valor agregado. 
 
● Contiene enlaces a información técnica para implementar y 





Principios FAIR: Buenas prácticas para la gestión y administración 




―Principios FAIR para el manejo y administración de datos científicos‖. Los 
Principios FAIR ofrecen un conjunto de cualidades precisas y medibles que una 
publicación de datos debería seguir para que los datos sean Encontrables, 
Accesibles, Interoperables y Reutilizables (del inglés FAIR – Findable, Accessible, 




FINDABLE (Encontrables): Los datos y metadatos pueden ser encontrados por la comunidad 
después de su publicación, mediante herramientas de búsqueda. 
F1. Asignarles un identificador único y persistente a los datos y los metadatos 
F2. Describir los datos con metadatos de manera prolija 
F3. Registrar/Indexar los datos y los metadatos en un recurso de búsqueda 




ACCESSIBLE (Accesibles): Los datos y metadatos están accesibles y por ello pueden ser 
descargados por otros investigadores utilizando sus identificadores. 
A1 Los datos y los metadatos pueden ser recuperados por sus identificadores mediante 
protocolos estandarizados de comunicación 
A1.1 Los protocolos tienen que ser abiertos, gratuitos e implementados universalmente 
A1.2 El protocolo debe de permitir procedimientos para la autentificación y la autorización (por 
si fuera necesario). 







INTEROPERABLE (Interoperables): Tanto los datos como los metadatos deben de estar descritos 
siguiendo las reglas de la comunidad, utilizando estándares abiertos, para permitir su intercambio y 
su reutilización. 
I1. Los datos y los metadatos deben de usar un lenguaje formal, accesible, compartible y 
ampliamente aplicable para representar el conocimiento 
I2. Los datos y los metadatos usan vocabularios que sigan los principios FAIR 




REUSABLE (Reutilizables): Los datos y los metadatos pueden ser reutilizados por otros 
investigadores, al quedar clara su procedencia y las condiciones de reutilización. 
R1. Los datos y los metadatos contienen una multitud de atributos precisos y relevantes 
R1.1. Los datos y los metadatos se publican con una licencia clara y accesible sobre su uso y 
reutilización 
R1.2. Los datos y los metadatos se asocian con información sobre su procedencia 




Calidad en el mundo de los repositorios de AA 
Después de 15 años de declaraciones sobre el acceso abierto, es bueno pensar cómo 
los repositorios sirven a los usuarios, investigadores, docentes, ¿qué se percibe?, ¿qué 
servicios se brindan?. 
Pensar de algún modo parámetros e indicadores cualitativos y de los otros para 
objetivar esa percepción de calidad y ver si se cumple con las premisas del AA.  
22 
Calidad 
La definición de la Norma ISO 9000 no deja dudas: ―Calidad: grado en el que un conjunto 
de características inherentes a un objeto (producto, servicio, proceso, persona, 
organización, sistema o recurso) cumple con los requisitos.‖​ 
El requisito es un problema porque es la expectativa del usuario, del cliente.  




Entendidos como necesidades o expectativas de 
grupos distintos: 
● las diversas comunidades de usuarios; 
● otros sistemas, otras tecnologías con las que 
hay que asegurar una interoperabilidad que no 
siempre es sencilla. 
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Forma de evaluación/autoevaluación/revisión 
Depende de la institución y sus objetivos, ¿qué se 
evalúa? 
❏ Servicios, valor añadido. 
❏ Objetivos cumplidos, grado de colaboración con 
otros repositorios, estado de desarrollo, personal 
Premisas: 
❏ Es distinto evaluar un repositorio en sus inicios 
que cuando ya está desarrollado. 
25 
Alternativas de los indicadores 
● Enfocados en aspectos 
tecnológicos. 
● Enfocados en la promoción. 
● Enfocados en los servicios. 
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Antecedentes importantes 
● Serrano, Melero y Abadal (2014) recogen 10 años de estudios de evaluación. 
● Este trabajo culmina analizando las categorías repetidas en unos y otros 
análisis: marketing, económicos, interoperabilidad y cooperación, políticas, 
contenidos y servicios de valor añadido. 
● Realizan una propuesta que considera Factores técnicos o internos del 
repositorio y Factores institucionales en 5 categorías: tecnologías, 





Core Trust Seal 
● La guía extendida describe las 
característica que deben tener los 
repositorios confiables. 
● Todos los requerimientos son obligatorios. 
● Quien aplica para la evaluación debe 
indicar el nivel de cumplimiento de cada 
requerimiento en desde 0 (no aplicable) a 
4 (completamente implementado). 
 
 
Este grupo de la Alianza está dedicado a crear procedimientos para la certificación de 
repositorios en un nivel básico. Establecieron 16 requisitos organizados en 5 criterios: 
➢ Los datos se deben encontrar en Internet 
➢ Los datos deben ser accesibles (llevar licencia y tener derechos explícitos). 
➢ Los datos deben estar en un formato utilizable 
➢ Los datos deben ser confiables. 
➢ Los datos deben tener un identificador único y permanente. 
➢ Autoevaluación y revisión por pares para otorgar el sello. 
Se fusionó con CORE TRUST SEAL 
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Certificado DINI 
DINI (2006) se funda en las universidades alemanas con el fin de mejorar los servicios 
de información. Crean un certificado que es aplicable sobre repositorios de AA con 8 
dimensiones y dentro de cada una aspectos obligatorios (M) y otros recomendados (R): 
● Visibilidad del servicio,  
● políticas,  
● soporte para autores y editores,  
● aspectos legales,  
● seguridad de la información,  
● indexación e interfases,  
● acceso a estadísticas y  
● disponibilidad a largo plazo. 
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Aunque sólo sirve para 
Alemania resulta muy útil 
ISO 16363 antecedentes 
El propósito principal de esta norma es definir una Práctica Recomendada en la 
que basar un proceso de auditoría y certificación para evaluar la confianza de los 
repositorios digitales. 
El desarrollo del Modelo de Referencia de Sistema Abierto de Información de 
Archivo (OAIS) consensuó lo que se requiere para que un repositorio digital 




El documento sigue los criterios TRAC para generarse como norma. Las secciones 
1 y 2 son informativas y las secciones 3-5 proporcionan las métricas sobre: 
● Infraestructura organizacional. 
● Gestión de objetos digitales. 








● Análisis de tres directrices de certificación y 
auditoría de repositorios confiables: TRAC, 
NESTOR e ISO 16363. 
● Tras presentar las tres directrices, se realiza un 
estudio comparativo de los criterios relativos a: 
marco organizativo, gestión del objeto digital e 
infraestructura técnica y seguridad. 
 
En síntesis los repositorios digitales deben 
garantizar 
● Acceso directo y visibilidad. 
● Infraestructura actualizada y seguridad. 
● Demostrar aptitud organizacional (financiera, de recursos 
humanos y procesos) para cumplir su propósito ahora y a 
futuro. 
● Trazabilidad de los ODs. 
● Plan general y de conservación digital.  
● Definición de la comunidad o las comunidades a las que sirve. 
● Métricas para medir su impacto. 






Sobre el contenido un párrafo aparte 
● Cantidad de materiales: ¡en 
acceso abierto y a texto 
completo! 





Realizar un checklist con los 
aspectos que describe alguna de las 
normas de auditoría/certificación o 
de propuestas adecuadas. 
Pensar el alcance para una 
evaluación interna y contínua. 
 
Lo importante: un trabajo conjunto de 







● Presenta un equipo de trabajo multidisciplinario con conocimientos de 
catalogación, gestión, informática diseño y comunicación.  
● El personal se nuclea dentro del repositorio. 
● Se mantienen redes de colaboración y asistencia con otras 
instituciones.  
● Prevalece la adopción de estándares por sobre las decisiones 
locales. 
● Hay formación contínua del personal. 
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Visibilidad, promoción y apertura 
● Existe un enlace al repositorio desde el portal principal de la institución. 
● El repositorio está inscripto en los principales directorios de repositorios: OpenDoar... 
● El repositorio es cosechado/indexado por recolectores nacionales e internacionales.  
● La URL del repositorio (dominio + ruta) contiene el nombre propio del repositorio pero 
no la tecnología con la que está implementado. Ej: /xmlui, /jspui , /dspace, etc. 
● Posee perfiles activos en las redes sociales: Facebook, Twitter, entre otros.  
● Cuenta con un blog institucional que se actualiza. 
● Realiza promociones/capacitaciones de diverso tipo y dirigidas a distintos públicos. 
● Se incentiva el autoarchivo. 
● Se expone el porcentaje de recursos abiertos de acuerdo a su tipología documental. 
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Interoperabilidad 
● Servidor OAI-PMH 
○ Exposición de recursos en Dublin Core Element Set (DC simple). 
○ Exposición de recursos en conformidad con las directrices 2015 del SNRD. 
○ Ofrece SETs lo que permite a los agregadores cosechar los recursos que interesan. 
○ Mantiene registro de ítems borrados (borrado persistente). 
○ Openaire 4: DC +DATACITE 
● Exportación a otros formatos más elaborados: RDF, Refworks, JSON, etc.. 
● Soporta ingesta vía SWORD. 
● Permite la recuperación de datos a partir de OpenSearch y/o Feeds RSS. 




Funcionamiento global del repositorio 
● Asocia identificadores persistentes a todas las obras 
(handle, DOI u otros). 
● El procedimiento de carga varía en función de los 
permisos del usuario (la experiencia determina perfiles). 
● Utiliza uno o más esquemas de metadatos 
estandarizados. 






● Hay trazabilidad del objeto digital y es clara y hay metadatos! 
● Se utilizan vocabularios controlados para la descripción. 
● Se dispone de un módulo de embargo para bloquear temporalmente la 




Políticas y documentación 
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Cuenta con documentación sobre: 
● Los objetivos del repositorio: misión, visión, etcétera. 
● El procedimiento de autoarchivo y su finalidad. 
● Políticas generales del repositorio: datos, metadatos, preservación, reúso… 




Cuenta con documentación sobre: 
● Procedimientos escritos, por ejemplo procedimiento de digitalización  
● Plan estratégico de conservación que defina el enfoque a largo plazo. 
● Plan de continuidad y contingencia. 
 
Además, se debe validar que cada recurso posee:  
● Una licencia de distribución (que incluye la responsabilidad del autor y la declaración de 




                         Infraestructura Tecnológica 
 
● Es un proyecto de código abierto, no propietario. 
● Tiene una comunidad que da soporte. 
● Está desarrollado usando lenguajes y librerías 
ampliamente difundidas. 
● Recibe actualizaciones regulares. 
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El software que sostiene al repositorio 
● Ofrece una performance aceptable para los usuarios. 
● Es usable desde diversos dispositivos (ejemplo: móviles). 
● Tiene un módulo de búsqueda y exploración de 
documentos. 
● Está optimizado para ser navegado y analizado por 
motores de búsqueda (SEO). 
● Ofrece acceso a estadísticas públicas.  
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El frontend público 
● Hardware:  
○ Memorias con detección y corrección de errores (ECC RAM) 
○ Sistema de alimentación ininterrumpida de energía (UPS) 
○ Fuente de alimentación redundante  
○ Esquemas redundantes de datos (raid 1+) 
● Sistema operativo: 
○ Filesystem robusto con mecanismos de comprobación y recuperación de errores.  
○ Se aplican automáticamente actualizaciones de seguridad del fabricante  
○ Regularmente se aplican otras actualizaciones disponibles  
○ Se utiliza un Sistema Operativo para Servidores 
● No se usa el servidor para otros propósitos que no sean del repositorio.  
● Se configuran los recursos asignados a cada servicio en función del uso ( memoria / 




● Uso de reglas de firewall para controlar accesos en función de su orígen, 
destino, puertos entrantes y salientes.   
● Uso de mecanismos de detección de ataques por fuerza bruta. 
● Revisión periódica de usuarios con permisos de acceso al servidor. 
● Revisión de ingresos autorizados (logs). 
● Uso de conexiones seguras para administración remota (ej. VPN). 
● Se obliga al uso de contraseñas con longitud y complejidad ―aceptable‖ 





● Control recursos mínimos disponibles (Watchdog). 
● Se Implementa un mecanismo de control de logs 
(ej. logrotate) que 
○ rote y descarte logs grandes, antiguos y/o innecesarios, 
○ rote y comprima logs de accesos.  
● Se monitorea automáticamente la disponibilidad de 
servicios desde el exterior del repositorio: 
performance, uptime, conectividad, etcétera. 
 
Servidor - Monitoreo 
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● Se detectan y bloquean IPs con 
comportamiento abusivo (demasiado 
frecuente o malintencionado). 
● Se realizan sumas de comprobación 
(checksum) y validación de ficheros.  
● Se revisa la correcta ejecución de las tareas 
programadas. 
Servidor - Monitoreo 
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Resguardo de datos 
56 
● Se utiliza versionado del código fuente y configuraciones. 
● Se generan backups de:  
○ configuración del servidor: asignación de recursos, permisos, tareas programadas, etc.  
○ software y sus configuraciones 
○ archivos binarios / assetstore 
○ logs de acceso 
○ bases de datos  
○ datos complementarios para funcionamiento de servicios (Solr)  
○ registros estadísticos  
○ sistemas complementarios (ej. de autoridades) 
 
Resguardo de datos 
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● Hay definido un esquema de rotación de backups en función de su 
importancia y frecuencia de cambios.  
● En caso de usar un entorno de virtualización, se realizan snapshots 
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