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Carding adalah penipuan pada kartu kredit yang mana pelaku mengetahui 
nomor kartu kredit seseorang yang masih berlaku untuk digunakan, maka pelaku 
dapat membeli barang secara on-line yang tagihannya bisa dialamatkan pada pemilik 
asli kartu kredit tersebut, sedangkan pelakunya dinamakan carder.  
Penelitian ini bertujuan (1) Untuk mengetahui lebih lanjut mengenai 
pengaturan kejahatan carding dalam hukum pidana Indonesia (2) Untuk mengetahui 
lebih lanjut mengenai upaya penanggulangan terhadap kejahatan carding 
Jenis penelitian adalah penelitian kepustakaan (library research). Pendekatan 
yang digunakan pendekatan normatif. Teknik pengumpulan datanya melalui catatan-
catatan resmi, atau risalah di dalam pembuatan peraturan perundang-undangan. 
Dianalisis dengan deskriptif kualitatif 
Hasil penelitian ini menunjukan bahwa kejahatan carding diatur dalam 
Undang-Undang nomor 19 tahun 2016 tentang Perubahan Atas Undang-Undang 
nomor 11 tahun 2008 tentang Informasi dan Transaksi Elektronik, pengaturan hukum 
selain dalam Undang-Undang Informasi dan Transaksi Elektronik kejahatan carding 
dapat dirumuskan dalam KUHP  dengan menggunakan metode interpretasi ekstensif  
terhadap pasal-pasal yang terdapat dalam KUHP  yaitu Pasal 362, 363 dan 378 
KUHP yaitu tentang pencurian dan penipuan, kemudian di Indonesia pengaturan 
mengenai tindak pidana carding diatur menurut modus operandinya dalam undang-
undang khusus diluar KUHP yaitu Undang-Undang nomor 19 tahun 2016 tentang 
Perubahan Atas Undang-Undang nomor 11 tahun 2008 tentang Informasi dan 
Transaksi Elektronik  sebagai lex spesialis diantaranya diatur pada Pasal 30 jo Pasal 
46 sebagai pasal tentang pencurian, Pasal 34 ayat (1) jo Pasal 50 sebagai pasal 
tentang pencurian dilakukan dengan kerjasama oleh dua orang atau lebih, Pada Pasal 
35 jo Pasal 51 ayat (1) atau Pasal 32 jo Pasal 48 sebagai pasal tentang penipuan. 
Adapun upaya hukum dalam menanggulangi tindak pidana carding dapat dilakukan 
dengan cara: Upaya secara penal atau bersiat represif yaitu dengan cara penjatuhan 
sanksi pidana dan beruasaha pula melakukan perbuatan dengan jalan memerbaiki si 
pelaku, Upaya non penal atau bersifat preventif yaitu meliputi kegiatan penyuluhan 
hukum, patroli/razia, dan mengadakan koordinasi dengan instansi terkait dan 
masyarakat. 
Berdasarkan hasil penelitian ini diharapkan akan menjadi bahan informasi, 
dan semua pihak yang membutuhkan di lingkungan Fakultas Hukum Universitas 
Pancasakti Tegal. 
Kata Kunci:  Analisis Kejahatan Carding, Peraturan Carding, Penanggulangan, 







Carding is a fraud on a credit card where the perpetrator knows someone's 
credit card number that is still valid for use, then the perpetrator can buy goods online 
whose bills can be addressed to the original owner of the credit card, while the culprit 
is called a carder. 
This study aims (1) to find out more about the regulation of carding crimes in 
Indonesian criminal law (2) to find out more about efforts to deal with carding crimes 
This type of research is library research. The approach used is a normative 
approach. The technique of collecting data through official records, or minutes in the 
making of laws and regulations. Analyzed with qualitative descriptive 
The results of this study indicate that carding crimes are regulated in Act 
number 19 of 2016 concerning Amendment to Act number 11 of 2008 concerning 
Information and Electronic Transactions, legal arrangements other than in the 
Information and Electronic Transaction Act of carding crimes can be formulated in 
the Criminal Code with use the method of extensive interpretation of the articles 
contained in the Criminal Code namely Article 362, 363 and 378 of the Criminal 
Code which is about theft and fraud, then in Indonesia the regulation of carding crime 
is regulated according to the mode of operation in a special law outside the Criminal 
Code namely Law number 19 of 2016 concerning Amendments to Law number 11 of 
2008 concerning Information and Electronic Transactions as lex specialists, among 
others, it is regulated in Article 30 in conjunction with Article 46 as theft, Article 34 
paragraph (1) in conjunction with Article 50 as an article about theft is carried out in 
cooperation by two or more people, in Pas al 35 jo Article 51 paragraph (1) or Article 
32 jo Article 48 as an article about fraud. The legal remedies in overcoming the crime 
of carding can be done by: Efforts in a penal or repressive manner that is by imposing 
criminal sanctions and also attempting to act by repairing the offender, non-penal or 
preventive measures that include legal counseling activities, patrol / raids, and 
coordinating with relevant agencies and the community. 
Based on the results of this study are expected to be material information, and 
all those who need it in the Faculty of Law, University of Pancasakti Tegal. 
Keywords: Carding Crime Analysis, Carding Regulations, Countermeasures, 





“Perjuanganmu akan jadi cerita, keringatmu akan jadi makna, dan keberhasilanmu 
akan jadi bahagia” 
 
“Cobalah dulu, baru cerita. Pahamilah  dulu, baru menjawab. Pikirlah dulu, baru 
berkata. Dengarkanlah dulu, baru beri penilaian. Bekerjalah dulu, baru berharap” 
(Socrates) 
 
“Sesungguhnya bersama kesulitan ada kemudahan. Maka apabila engkau telah 
selesai (dari suatu urusan), tetaplah bekerja keras (untuk urusan yang lain). Dan 
hanya kepada Tuhanmulah engkau berharap” 







Skripsi ini saya persembahkan kepada : 
1. Kedua orang tua penulis Ayahandaku Tohirin dan Ibundaku Sunarti yang 
telah memberikan cinta kasih, doa dan memperjuangkan keberhasilan penulis 
serta kakakku  Michael Okto Ardianto, S.H yang selalu memberikan 
dukungan dan motivasi demi keberhasilan penulis. 
2. Teman Teman Fakultas Hukum Universitas Pancasakti Tegal Angkatan 2016 
3. Secara khusus persembahkan juga untuk pendamping hidup saya. (kelak) 
4. Dan seluruh orang yang selalu mendoakan saya untuk sukses dunia akhirat 








       Dengan mengucap kehadirat Allah SWT atas segala limpahan rahmat, taufiq 
serta hidayah-Nya sehingga penulisan skripsi dapat diselesaikan sesuai dengan 
harapan. Dengan skripsi ini pula penulis dapat menyelesaikan studi di Program Studi 
Ilmu Hukum Fakultas Hukum Universitas Pancasakti Tegal. Shalawat serta salam 
senantiasa tercurahkan kepada Nabi besar Muhammad SAW yang telah membukakan 
jalan penuh rahmat yang diridhoi Allah SWT. 
       Penyusunan skripsi ini tidak lepas dari bantuan dan dorongan berbagai pihak 
yang kepadanya patut diucapkan terimakasih. Ucapan terima kasih penulis sampaikan 
kepada: 
1. Bapak Prof. Dr. Fakhruddin, M.Pd. selaku Rektor Universitas Pancasakti Tegal. 
2. Bapak Dr. H. Achmad Irwan Hamzani, S.H.I., M.Ag. selaku Dekan Fakultas 
Hukum Universitas Pancasakti Tegal. 
3. Ibu Kanti Rahayu, S.H., M.H. selaku Wakil Dekan I Fakultas Hukum Universitas 
Pancasakti Tegal. 
4. Bapak Dr. H. Sanusi, S.H., M.H. selaku Wakil Dekan II Fakultas Hukum 
Universitas Pancasakti Tegal. 
5. Bapak Imam Asmarudin S.H., M.H. selaku Wakil Dekan III Fakultas Hukum 
Universitas Pancasakti Tegal. 
6. Ibu Tyas Vika Widyastuti S.H., M.H. selaku Sekretaris Program Studi Ilmu 
Hukum Fakultas Hukum Universitas Pancasakti Tegal. 
 x 
 
7. Bunda Dr. Hamidah Abdurrachman, S.H., M.Hum. selaku Dosen Pembimbing I 
yang telah meluangkan waktu dan perhatiannya untuk memberikan banyak 
bimbingan, nasehat serta motivasi dan inspirasi untuk menjadi lebih baik dalam 
menyelesaikan skripsi ini.  
8. Ibu Fajar Dian Aryani, S.H., M.H. selaku Dosen Pembimbing II yang telah 
dengan sabar membimbing dan memberi pengarahan sehingga penulis dapat 
menyelesaikan skripsi ini.  
9. Bapak dan Ibu Dosen Fakultas Hukum Universitas Pancasakti Tegal, atas seluruh 
curahan bimbingannya selama penulis menuntut ilmu, sehingga penulis dapat 
menyelesaikan masa studi dengan baik di Fakultas Hukum Universitas 
Pancasakti Tegal. 
10. Staff Akademik Fakultas Hukum Universitas Pancasakti Tegal, atas bantuannya 
selama penulis menuntut ilmu di Fakultas Hukum Universitas Pancasakti Tegal. 
11. Orang tua, serta saudara-saudara penulis yang memberikan dorongan morill pada 
penulis dalam menempuh studi. 
12. Teman-teman di Fakultas Hukum Universitas Pancasakti Tegal untuk semua 







13. Semua pihak yang memberikan motivasi dalam menempuh studi maupun dalam 
penyusunan skripsi ini yang tidak dapat disebutkan satu-persatu. 
       Penulis berharap melalui karya tulis ilmiah ini, dapat memberikan manfaat bagi 
pengembangan ilmu pengetahuan hukum, bangsa, dan agama. Semoga segala 
bantuan, perhatian, pengarahan, dan motivasi dari pihak-pihak tersebut diatas, 
mendapatkan balasan yang sepadan dari Allah SWT. Aamiin. 
 
 
Tegal, 4 Agustus 2020 
  Penulis 
 













HALAMAN JUDUL ................................................................................................................ i 
PERSETUJUAN PEMBIMBING ......................................................................................... ii 
PENGESAHAN .......................................................................................................................iii 
PERNYATAAN....................................................................................................................... iv 
ABSTRAK ............................................................................................................................... v 
ABSTRACT ............................................................................................................................. vi 
MOTTO .................................................................................................................................. vii 
PERSEMBAHAN ................................................................................................................. viii 
KATA PENGANTAR ............................................................................................................. ix 
DAFTAR ISI........................................................................................................................... xii 
DAFTAR TABEL ................................................................................................................. xiii 
BAB I PENDAHULUAN ........................................................................................................ 1 
A. Latar Belakang ............................................................................................................... 1 
B. Rumusan Masalah .......................................................................................................... 8 
C. Tujuan Penelitian ........................................................................................................... 8 
D. Maanfaat Penelitian ....................................................................................................... 9 
E. Tinjauan Pustaka ........................................................................................................... 9 
F. Metode Penelitian ......................................................................................................... 14 
G. Sistematika Penulisan .................................................................................................. 17 
BAB II TINJAUAN KONSEPTUAL .................................................................................. 18 
A. Tinjauan Umum Tentang Kejahatan Carding ....................................................... 18 
1. Pengertian Kejahatan Carding ............................................................................ 18 
2. Faktor penyebab Terjadinya Kejahatan Carding .............................................. 22 
B. Tinjauan Umum Tentang Carding .......................................................................... 25 
1. Pengertian Carding ............................................................................................... 25 
2. Bentuk-bentuk atau jenis-jenis kejahatan carding ............................................ 28 
 xiii 
 
3. Cara kerja hacker/carder dalam melakukan aktivitas carding ......................... 30 
C. Tinjauan Umum Tentang Kartu Kredit (Credit Card) .......................................... 31 
1. Pengertian Kartu Kredit (Credit Card) ............................................................... 31 
2. Pengaturan  Kartu Kredit (Credit Card) ............................................................. 34 
3. Jenis-jenis Kartu Kredit (Credit Card) ................................................................ 36 
D. Tinjauan Umum Tentang Cyber Crime ................................................................... 38 
1. Pengertian Cyber Crime ........................................................................................ 38 
2. Karakteristik dan Jenis-Jenis Cyber Crime ........................................................ 41 
3. Pengaturan tentang Cyber Crime dalam Sistem Hukum di Indonesia ............. 44 
BAB III HASIL PENELITIAN DAN PEMBAHASAN .................................................... 58 
A. Pengaturan Kejahatan Carding Dalam Hukum Pidana Indonesia ...................... 58 
B. Upaya Penanggulangan Terhadap Kejahatan Carding ......................................... 82 
BAB IV PENUTUP ............................................................................................................... 92 
A. Kesimpulan ................................................................................................................ 92 
B. Saran .......................................................................................................................... 94 
DAFTAR PUSTAKA ............................................................................................................ 96 
DAFTAR RIWAYAT HIDUP 
DAFTAR TABEL 
Perbandingan Undang-Undang Nomor 11 Tahun 2008 Dengan Undang-Undang Nomor 
19 Tahun 2016 Tentang Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi Dan Transaksi Elektronik……………………….………………….. 55 
Data kejahatan cyber crime/carding dari tahun 2018 sampai dengan 
 tahun 2020 maret …............................................................................................................. 60 







A. Latar Belakang 
Hukum merupakan suatu alat negara yang mempunyai tujuan untuk 
menertibkan, mendamaikan, dan menata kehidupan suatu bangsa demi tercapainya 
suatu keadilan dan keseimbangan antara hak dan kewajiban. Hukum merupakan 
himpunan peraturan perundang-undangan yang berisi tentang perintah dan larangan-
larangan yang mengurus tata tertib pada suatu masyarakat dan oleh karena itu harus 
ditaati oleh masyarakat itu sendiri. Pada prinsipnya hukum merupakan kenyataan dan 
pernyataan yang beraneka ragam untuk menjamin adanya penyesuaian kebebasan dan 
kehendak seseorang dengan orang lain, yang pada dasarnya hukum mengatur 
hubungan manusia dalam masyarakat berdasarkan prinsip-prinsip yang beraneka 
ragam pula.1 
Dalam melakukan hubungan manusia dengan masyarakat lain yaitu dengan 
memenuhi kebutuhan hidup manusia dengan memanfaatkan perkembangan ilmu 
pengetahuan dan teknologi yang kini berjalan dengan sangat pesat. Riset dalam 
berbagai bidang ditegaskan di seluruh penjuru dunia demi terciptanya manfaat 
berkelanjutan bagi kehidupan makhluk hidup. Sebagai konsekuensi, berbagai industri 
                                                          
      1 Bima Adi Wibowo, “Kompetensi Hukum Pidana Dalam Penanggulangan Kejahatan Mayantara”, 






harus bersiap diri dan beradaptasi dengan perkembangan teknologi, apabila tidak mau 
tertinggal dan merugi.2 
Kehadiran internet di seluruh penjuru dunia merupakan pertanda bahwa 
globalisasi adalah suatu hal yang tidak bisa dihindari oleh masyarakat dunia. Dengan 
demikian dapat pula dikatakan bahwa antara internet dan globalisasi adalah dua hal 
yang saling terkait. Globalisasi teknologi elektronika dan informasi komputer telah 
mempersempit wilayah dunia dan memperpendek jarak komunikasi, di samping 
memperpadat mobilitas orang dan barang. Semua jadi mudah, gampang, dan cepat. 
Salah satu gaya hidup global yang sedang berkembang adalah penggunaan kartu 
kredit. Dengan kartu kredit di tangan, semua jadi mudah, gampang dan cepat ketika 
berbelanja atau membeli tiket pesawat, membayar rekening dan tagihan, dan 
sebagainya, kini tidak perlu membawa uang dalam jumlah banyak. Cukup “gesek”, 
semua urusan beres.3 
Pada intinya, internet merupakan jaringan komputer yang terhubung satu 
sama lain melalui media komunikasi, seperti kabel telepon, serat optic, satelit atau 
gelombang frekuensi. Kemudian tahun 1994 internet hanya menawarkan layanan 
berbasis teks saja meliputi remote acces, email, maupun diskusi melalui news group 
(usenet). Layanan internet baru dapat digunakan untuk publik, beberapa tahun 
                                                          
      2 Dian Amintapratiwi Purwandini dan Irwansyah, “Komunikasi Korporasi Pada Era Industri”, 
Jurnal Ilmu Sosial, Volume 17, Nomor 1, Januari, 2018, hlm. 54. 
      3 Sutarman, Cyber Crime Modus Operandi dan Penanggulangannya, Jogjakarta: LaksBang 





kemudian saat tim Berners-Lee mengembangkan aplikasi Word Wide Web (WWW) 
yang memudahkan masyarakat untuk bisa mengakses informasi di internet.4 
Kemajuan teknologi saat ini terkadang tak hanya dimanfaatkan masyarakat 
dalam kegiatan positif. Namun, bisa juga dimanfaatkan dengan menjadikan kegiatan 
negative seperti dalam perkembangan, kemajuan teknologi juga dijadikan peluang 
bagi para 'penjahat' untuk melakukan kriminalitas di dunia maya atau media lainnya 
yang kerap dikenal dengan istilah kejahatan cyber crime. 
Pengertian cyber crime yaitu sebagai kejahatan di bidang komputer secara 
umum dapat diartikan sebagai penggunaan komputer secara ilegal.5 Kejahatan cyber 
crime dibagi menjadi dua kategori, yakni cyber crime dalam pengertian sempit dan 
dalam pengertian luas. cyber crime dalam pengertian sempit adalah kejahatan 
terhadap tindakan ilegal yang ditujukan untuk menyerang sistem komputer, 
sedangkan cyber crime dalam arti luas mencakup kejahatan terhadap tindakan ilegal 
yang dilakukan melalui jaringan komputer dan kejahatan yang menggunakan sarana 
komputer.6  
Dalam melihat fakta hukum sebagaimana yang ada pada perkembangan ilmu 
pengetahuan dan teknologi yang telah disalahgunakan sebagai sarana kejahatan, 
sehingga cyber crime yang terjadi dapat dilakukan upaya penanggulangannya dengan 
                                                          
      4 Abdul Wahid dan Labib Mohammad,  Kejahatan Mayantara (Cyber Crime), Bandung: Refika 
Aditama, 2010, hlm 33. 
      5 Andi Hamzah, Aspek-aspek Pidana di Bidang Komputer, Jakarta: Sinar Grafika, ,2013, hlm 25. 
      6 Barda Nawawi Arief, Tindak Pidana Mayantara dan Perkembangan Kajian Cyber Crime di 





hukum pidana, yaitu termasuk dalam hal ini adalah mengenai sistem pembuktiannya. 
Dikatakan teramat penting karena dalam penegakan hukum pidana dasar pembenaran 
seseorang dapat dikatakan bersalah atau tidak melakukan tindak pidana, di samping 
perbuatannya dapat dipersalahkan atas kekuatan undang-undang yang telah ada 
sebelumnya (asas legalitas), juga perbuatan mana didukung oleh kekuatan bukti yang 
sah dan kepadanya dapat dipertanggungjawabkan (unsur kesalahan). Pemikiran 
demikian telah sesuai dengan penerapan asas legalitas dalam hukum pidana (KUHP), 
yakni sebagaimana dirumuskan secara tegas dalam Pasal 1 ayat (1) KUHP bahwa 
“Tiada suatu perbuatan dapat di pidana, kecuali atas kekuatan aturan pidana dalam 
perundang-undangan yang telah ada, sebelum perbuatan dilakukan” (Nullum delictum 
nulla poena sine praevia lege poenali).7 
Dari beberapa macam cyber crime yang terjadi di Indonesia yaitu salah satu cyber 
crime kejahatan carding, carding adalah penipuan pada kartu kredit yang mana 
pelaku mengetahui nomor kartu kredit seseorang yang masih berlaku untuk 
digunakan, maka pelaku dapat membeli barang secara on-line yang tagihannya bisa 
dialamatkan pada pemilik asli kartu kredit tersebut, sedangkan pelakunya dinamakan 
carder. Terminologi carding dalam bahasa formal atau bahasa hukum, digolongkan 
sebagai credit/debit card fraud (penipuan menggunakan kartu kredit/kartu debit)8 
                                                          
      7 Muh. Yasrul Hajar, “Kebijakan Hukum Pidana Dalam Penanggulangan Kejahatan Carding”, 
Skripsi Sarjana Hukum, Surakarta: Fakultas Hukum Universitas Muhammadiyah Surakarta, 2012, hlm. 
2-3. 
     8 Mehda Zuraida, “Credit card Fraud (Carding) dan Dampaknya Terhadap Perdagangan Luar Negeri 





Kejahatan carding ini lebih dikhususkan dalam transaksi penjualan baik itu yang 
dilakukan secara fisik maupun secara online. Secara fisik, carding dilakukan dengan 
menggunakan data atau identitas milik orang lain untuk digunakan berbelanja di 
tempat belanja yang menerima pembayaran memakai kartu kredit. Kemudian teknik 
penggandaan kartu kredit dilakukan dengan membaca data kartu kredit mengunakan 
MSR (Magnetic StripeCard Reader), lalu datanya ditulis/write ke sebuah kartu 
kosongan atau kartu bodong mengunakan Magnetic StripeCard Writer. Selanjutnya 
kartu inilah yang digunakan untuk berbelanja ke berbagai tempat yang melayani 
pembayaran dengan kartu kredit. Sementara itu, secara online, carding dilakukan 
dengan menggunakan data atau identitas milik orang lain untuk berbelanja di tempat 
belanja online. Selain itu, tentang teknik hacking carding, yakni melakukan pencurian 
data transaksi dari pengelola suatu layanan online shopping yang dilakukan oleh 
seorang black hacker. Selanjutnya data pemilik kartu kredit dari database ini si 
hacker/cracker pencuri mengunakan untuk bertransaksi dan otomatis tagihannya akan 
masuk kepada pemilik kartu kredit.9  
 
 
                                                          





Ada beberapa cara yang digunakan hacker/carder untuk bisa mendapatkan data 
tersebut, antaranya adalah :10 
a. SQL Injection  
SQL Injection dapat diartikan sebagai serangan terhadap suatu situs dengan 
memasukan perintah berbahaya melalui media input seperti box ataupun URL. 
b. Phising 
Phising merupakan suatu cara yang dilakukan untuk mencuri data pribadi 
seseorang menggunakan cara yang “halus” tanpa si korban menyadari bahwa 
datanya telah dicuri. Pada umumnya, phising dilakukan untuk mencuri data login 
email, kartu kredit, alat pembayaran online, dll. Untuk melakukan teknik ini, 
pengetahuan tentang bahasa pemrograman cukup dibutuhkan, sebagai awal 
dilakukannya pula spamming untuk menjalankan phising tersebut. Spamming 
merupakan suatu tindakan mengirimkan pesan kepada penerimannya secara 
bertubi-tubi tanpa kehendak penerimannya, yaitu beberapa spam tersebut seperti 
spam blog, dan spam email. 
Sebelum diberlakukan Undang-Undang ITE, aparat hukum menggunakan KUHP 
dalam menangani kasus-kasus kejahatan dunia cyber. Dalam ketentuan-ketentuan 
yang terdapat di KUHP tentang cyber crime masih bersifat global. Teguh Arifiady 
                                                          





mengkategorikan beberapa hal secara khusus diatur dalam KUHP dan disusun 
berdasarkan tingkat intensitas terjadinya kasus tersebut yaitu:11  
1. Ketentuan yang berkaitan dengan delik pencurian pada Pasal 362 KUHP 
2. Ketentuan yang berkaitan dengan perusakan/penghancuran barang terdapat 
dalam Pasal 406 KUHP  
3. Delik tentang pornografi terdapat dalam Pasal 282 KUHP  
4. Delik tentang penipuan terdapat dalam Pasal 378 KUHP  
5. Kejahatan terhadap ketertiban umum terdapat dalam Pasal 154 KUHP  
6. Delik tentang penghinaan terdapat dalam Pasal 311 KUHP.  
7. Delik tentang pemalsuan surat terdapat dalam Pasal 263 KUHP  
8. Ketentuan tentang pembocoran rahasia terdapat dalam Pasal 112 KUHP, pasal 
113 KUHP, & pasal 114 KUHP  
9. Delik tentang perjudian terdapat dalam Pasal 303 KUHP 
Hukum yang salah satu fungsinya menjamin kelancaran proses pembangunan 
nasional sekaligus mengamankan hasil-hasil yang telah dicapai harus dapat 
melindungi hak para pemakai jasa internet sekaligus menindak tegas para pelaku 
cyber crime. Maka, penting bagi pemerintah untuk memberlakukan Undang-Undang 
No.19 Tahun 2016 tentang Perubahan Atas Undang-Undang No.11 Tahun 2008 
tentang Informasi dan Transaksi Elektronik, yang melakukan pengawasan, 
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memblokir situs-situs fraud, dan merancang sistem yang baik untuk melindungi 
masyarakat dari ancaman cyber crime. 
Penelitian ini akan dituangkan dalam skripsi penulis yang berjudul, 
“ANALISIS KEJAHATAN CARDING SEBAGAI BENTUK CYBER CRIME 
DALAM HUKUM PIDANA INDONESIA”. 
B. Rumusan Masalah 
1. Bagaimana pengaturan kejahatan carding dalam hukum pidana Indonesia? 
2. Bagaimana upaya penanggulangan terhadap kejahatan carding? 
C. Tujuan Penelitian 
1. Untuk mengetahui lebih lanjut mengenai pengaturan kejahatan carding dalam 
hukum pidana Indonesia. 











D. Maanfaat Penelitian 
a. Secara Teoritis  
1. Memberikan tambahan ilmu pengetahuan mengenai berbagai pengaturan 
carding dalam hukum pidana Indonesia  
2. Untuk menambah ilmu pengetahuan mengenai hal–hal yang berkaitan dengan 
kejahatan carding yang terjadi di Indonesia, terutama dalam hal sanksi 
pemidanaan kejahatan cyber crime di Indonesia dan penanggulangan 
kejahatan carding.  
b. Secara Praktis  
Hasil penelitian ini diharapkan dapat digunakan sebagai ilmu tambahan dan 
masukan bagi para penegak hukum, mahasiswa, masyarakat umum, toko online 
dalam mengantisipasi tindakan carding sebagai bentuk cyber crime dan 
khususnya bagi penulis sendiri. 
E. Tinjauan Pustaka 
Kejahatan carding adalah suatu kejahatan dimana komputer sebagai alat untuk 
melakukan kejahatan carding tersebut, dimana tindak pidana carding ini merupakan 
salah satu jenis kejahatan yang dikenal dengan istilah cyber crime.12 
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Hukum pidana merupakan seperangkat aturan yang mengatur tentang 3 unsur 
yakni aturan tentang tindak pidana, pertanggungjawaban pidana dan proses verbal 
penegakan hukum jika terjadi tindak pidana, perbuatan mana diancam dengan sanksi 
hukuman.13 
Carding merupakan kejahatan yang dilakukan untuk mencuri nomor kartu 
kredit milik orang lain dan digunakan dalam transaksi perdagangan di internet.14 
Kartu kredit merupakan sebuah kartu yang dikeluarkan oleh bank tertentu 
kepada pengguna sebagai salah satu alat pembayaran dengan menggunakan kartu. 
Kartu kredit menawarkan dua fungsi yang berbeda kepada konsumen yaitu sebagai 
alat pembayaran dan sumber kredit, sehingga penggunanya dapat membeli barang 
maupun jasa dari perusahaan yang menerima kartu tersebut tanpa pembayaran uang 
secara tunai.15 
Cyber crime adalah kejahatan yang dilakukan oleh seseorang individu 
maupun kelompok dengan menggunakan sarana komputer dan alat telekomunikasi 
lainnya.16 
 
                                                          
      13 Andi Sofyan dan Nur Azisa, Hukum Pidana, Makasar: Pustaka Pena Press, 2016, Hlm. 3. 
      14 Dodo Zaenal Abidin, “Kejahatan Dalam Teknologi Informasi Dan Komunikasi”, Jurnal Ilmiah 
Media Processor, Volume 10, Nomor 2, Oktober, 2015, hlm 511. 
      15 Bunga Ayu Lestari, et al.,” Minat Kepemilikan Kartu Kredit (Studi Kasus Kota Bogor)”, Jurnal 
Aplikasi Bisnis Dan Manajemen, Volume 3, Nomor 1, Januari 2016, hlm. 144. 
      16 Dian Ekawati Ismail, “Cyber Crime Di Indonesia”, Jurnal Inovasi, Volume 6, Nomor 3, 





Beberapa jurnal atau penelitian terdahulu yang berhubungan dengan laporan 
skripsi ini antara lain : 
Melisa Monica Sumenge, “Penipuan Menggunakan Media Internet Berupa 
Jual-Beli Online”, Jurnal Lex Crimen. Tujuan dilakukannya penelitian ini adalah untuk 
mengetahui bagaimana pengaturan hukum di Indonesia terhadap tindak pidana 
penipuan dalam cyber crime dan peraturan apa saja yang menjadi dasar aparat 
penegak hukum dalam upaya penanggulangan tindak pidana penipuan berupa jual-
beli online. Penulis simpulkan, bahwa: 1. Penipuan secara online pada prinisipnya 
sama dengan penipuan konvensional. Pengaturan hukum mengenai tindak pidana 
penipuan ini masih terbatas dalam penggunaan KUHP, dan berdasarkan Undang-
Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik. Aparat 
penegak hukum sering mengalami kesulitan dan hambatan dalam menjerat pelaku 
tindak kejahatan penipuan. 2. Tindak pidana penipuan ini dapat dijerat dengan Pasal 
378 KUHP sebagai tindak pidana penipuan atau Pasal 28 ayat (1) Undang-Undang 
ITE tentang pengaturan mengenai penyebaran berita bohong dan menyesatkan yang 
merugikan konsumen. Atau dapat dijerat berdasarkan kedua pasal itu sekaligus yaitu, 
378 KUHP jo Pasal 28 ayat (1) jo Pasal 45 ayat (1) Undang-Undang No 11 Tahun 
2008 tentang penipuan dan atau kejahatan ITE.17  
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Novryan Alfin Kurniawan, “Pencegahan kejahatan carding sebagai kejahatan 
transnasional menurut hukum internasional”, Jurnal Hukum. Perkembangan 
teknologi dan internet tidak selamanya menghasilkan hal-hal yang positif. Hal negatif 
yang merupakan efek sampingnya antara lain adalah kejahatan carding (pencurian 
kartu kredit) yang merupakan salah satu jenis kejahatan di dunia cyber crime. Penulis 
simpulkan, bahwa Kejahatan carding memiliki unsur-unsur yang sesuai dengan pasal 
3 United Nations Convention against Transnational Organized Crime. Pertama, 
dilakukan di lebih dari satu negara. Kedua, dilakukan di suatu negara tetapi hal 
penting dari persiapan, perencanaan, pengarahan dan pengawasan dilakukan di negara 
lain. Ketiga, dilakukan di suatu negara tetapi melibatkan suatu kelompok kejahatan 
terorganisir (organized criminal) dimana kejahatan dilakukan di lebih satu negara. 
Keempat, dilakukan di suatu negara tetapi memiliki akibat di negara lain.18  
 
Rofikah, Supanto, Ismunarno, Sabar Slamet, “Model Penanggulangan 
Carding”, Jurnal Hukum. Penelitian ini mengambil permasalahan tentang model 
penanggulangan tindak pidana kartu kredit (carding) di Indonesia dengan melakukan 
studi di Bank Indonesia dan Markas Besar Kepolisian Republik Indonesia. Penelitian 
ini dilatar belakangi oleh kompleksnya perkara cyber crime yang satu diantaranya 
adalah carding. Penulis simpulkan, bahwa: 1. Penanggulangan secara preventif 
dilakukan oleh kepolisian beruparekomendasi kepada Bank Indonesia agar dilakukan 
pengawasan/pembatasan terhadap peredaran/ penerbitan kartu kredit, menerbitkan 
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buku merah tentang panduan pencegahan dan penggulangan carding dan 
menginformasikan kepada kalangan perbankkan tentangmodus operandi carding 
yang baru marak terjadi, sehingga kalangan perbankkan bisa berhati-hati/waspada. 2. 
Penanggulangan secara reperesif dilakukan menggunakan dua cara yakni secara 
mediasi antara pihak bank yang mengeluarkan kartu kredit, pemegang kartu kredit 
dan pelaku carding dengan mediator Bank Indonesia. Apabila mediasi tidak tercapai 
baru diserahkan ke pihak polisi untuk ditangani seperti kejahatan pada umumnya.19  
 
Penelitian yang membedakan antara penulis lakukan dengan penelitian 
terdahulu adalah, terletak pada substansi dari permasalahan yang diangkat, penulis 
lebih berfokus pada berbagai aturan hukum dalam modus–modus dan peraturan yang 
digunakan oleh para pelaku kejahatan carding serta penanggulangannya. Dengan 
peraturan perundang-undangan yang diperbarui yaitu Undang-Undang Nomor 19 
Tahun 2016 Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 Tentang 
Informasi dan Transaksi Elektronik. 
  
                                                          





F. Metode Penelitian 
1. Jenis Penelitian  
Jenis penelitian ini adalah penelitian kepustakaan (library research). 
Penelitian kepustakaan adalah penelitian yang dilaksanakan dengan menggunakan 
literature (kepustakaan), baik berupa buku, catatan, maupun laporan hasil 
penelitian terdahulu.20 Penelitian ini termasuk penelitian kepustakaan karena 
didasarkan pada literature baik berupa buku, catatan, maupun laporan hasil 
penelitian terdahulu. 
2. Pendekatan Penelitian 
Sehubungan dengan jenis penelitian yang digunakan yaitu penelitian hukum 
normatif, maka pendekatan yang digunakan adalah Pendekatan Perundang-
Undangan (Statute Approach), Pendekatan ini dilakukan dengan menelaah semua 
peraturan perundang-undangan yang bersangkut paut dengan permasalahan (isu 
hukum) yang sedang dihadapi.21 Suatu penelitian normatif tentu harus 
menggunakan pendekatan perundang-undangan, karena yang akan diteliti adalah 
berbagai aturan hukum dalam modus–modus dan peraturan yang digunakan oleh 
para pelaku kejahatan carding baik itu yang bersifat fisik maupun online dan 
menjadi fokus sekaligus tema sentral suatu penelitian. 
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3. Sumber Data 
Sumber data yang digunakan penelitian ini adalah data sekunder. Data 
sekunder adalah data yang diperoleh atau dikumpulkan oleh orang yang 
melakukan penelitian dari sumber-sumber yang telah ada melalui bahan-bahan 
kepustakaan (library).22 Data sekunder terdiri dari bahan hukum primer, bahan 
hukum sekunder dan bahan hukum tersier yaitu: 
a. Bahan Hukum Primer, yaitu bahan-bahan hukum yang mengikat 
berupa undang-undang, yakni Kitab Undang-Undang Hukum Pidana 
dan Undang-Undang Nomor 19 tahun 2016 tentang Perubahan Atas 
Undang-Undang Nomor 11 tahun 2008 tentang Informasi dan 
Transaksi Elektronik. 
b. Bahan hukum sekunder, yaitu bahan-bahan hukum yang memberikan 
penjelasan mengenai bahan-bahan hukum primer yang diperoleh dari 
studi kepustakaan berupa buku-buku ilmiah, karya-karya tulis dan 
literature-literatur yang berkaitan dengan permasalahan penelitian. 
c. Bahan hukum tersier, yaitu bahan hukum yang memberikan petunjuk 
maupun penjelasan terhadap bahan hukum primer dan sekunder yang 
berkaitan dengan penelitian ini diataranya adalah internet, Kamus 
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Hukum, Kamus Besar Bahasa Indonesia dan Kamus Bahasa 
Pemrograman. 
4. Metode Pengumpulan Data 
Teknik pengumpulan data yang digunakan adalah Studi Kepustakaan. Dalam 
studi kepustakaan penulis menggunakan teknik pengumpulan data dengan cara 
membaca, mencatat dan mempelajari bahan hukum tersebut diatas yang berkaitan 
dengan pengaturan carding dan penanggulangnya. 
5. Metode Analisis Data 
Metode analisis data yang digunakan adalah dengan menggunakan metode 
kualitatif yaitu kegiatan yang dilakukan dalam analisis data penelitian hukum 
normatif dengan cara data yang diperoleh di analisis secara deskriptif kualitatif 
yaitu analisa terhadap data yang tidak bisa dihitung. Bahan hukum yang diperoleh 
selanjutnya dilakukan pembahasan, pemeriksaan dan pengelompokan ke dalam 





G. Sistematika Penulisan 
Dalam penelitian yang berjudul “ANALISIS KEJAHATAN CARDING 
SEBAGAI BENTUK CYBER CRIME DALAM HUKUM PIDANA INDONESIA” 
akan disusun dalam empat bab yang masing – masing saling berkaitan. Keempat bab 
tersebut sebagai berikut: 
BAB I Pendahuluan, pada bab ini akan diuraikan mengenai latar belakang, 
rumusan masalah, tujuan penelitian, manfaat penelitian, tinjauan pustaka, metode 
penelitin dan sistematika penulisan. 
BAB II Tinjauan Konseptual, pada bab ini berisi tentang teori – teori dan 
peraturan – peraturan sebagai dasar hukum yang melandasi pembahasan masalah – 
masalah yang akan dibahas yaitu tentang kejahatan carding sebagai bentuk cyber 
crime, dan pengaturan hukum carding. Serta penanggulangannya. 
BAB III Hasil penelitian dan pembahasan, memuat tentang uraian hasil penelitian 
dan pembahasan mengenai pengaturan carding dalam hukum pidana Indonesia dan 
mengenai penanggulangan terhadap kejahatan carding. 
BAB IV Penutup, berisi kesimpulan dan saran, dimana akan ditarik suatu 
kesimpulan dari suatu penelitian yang akan dilakukan dengan berlandaskan kepada 
data dan analisis data yang telah diperoleh dengan penelitian, dan juga saran yang 







A. Tinjauan Umum Tentang Kejahatan Carding 
 
1. Pengertian Kejahatan Carding 
Kejahatan carding adalah suatu kejahatan dimana komputer sebagai alat 
untuk melakukan kejahatan carding tersebut, dimana tindak pidana carding 
ini merupakan salah satu jenis kejahatan yang dikenal dengan istilah cyber 
crime. Istilah cyber crime saat ini merujuk pada satu tindakan kejahatan yang 
berhubungan dengan dunia maya (cyber space). Ada ahli yang menyamakan 
antara tindak kejahatan cyber (cyber crime) dengan tindak kejahatan 
komputer, dan ada ahli yang membedakan diantara keduanya. 23 
Secara etimologis Kejahatan carding merupakan kejahatan yang 
memanfaatkan teknologi internet sebagai sarana utama untuk mengakses 
secara tidak sah suatu sistem sebuah website untuk mendapatkan data-data 
para nasabah kartu kredit. Tujuannya adalah untuk membelanjakan secara 
tidak sah kartu kredit yang telah didapatkan ataupun untuk mendapatkan dana 
milik pemegang kartu kredit tersebut.24  
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Kejahatan carding mempunyai dua ruang lingkup, nasional dan 
transnasional. Secara nasional adalah pelaku carding melakukannya dalam 
lingkup satu negara. Transnasional adalah pelaku carding melakukannya 
melewati batas negara. Berdasarkan karakteristik perbedaan tersebut untuk 
penegakan hukumnya tidak bisa dilakukan secara tradisional, sebaiknya 
dilakukan dengan menggunakan hukum tersendiri. 25 
Sebutan lain untuk kejahatan jenis ini adalah cyber fraud alias penipuan di 
dunia maya. Sifat carding secara umum adalah non-violence kekacauan yang 
ditimbulkan tidak terlihat secara langsung, tapi dampak yang di timbulkan 
bisa sangat besar. Karena carding merupakan salah satu dari kejahatan 
cybercrime berdasarkan aktivitasnya. Salah satu contohnya dapat 
menggunakan nomor rekening orang lain untuk belanja secara online demi 
memperkaya diri sendiri. Yang sebelumnya tentu pelaku (carder) sudah 
mencuri no rekening dari korban.26 
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Universitas Lampung Bandar Lampung, 2019, hlm.4. 
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Pengertian kejahatan carding dapat diklasifikasikan atas 3 pengertian:27 
1. Pengertian kejahatan dari sudut pandang yuridis: Secara yuridis formal 
kejahatan adalah bentuk tingkah laku yang bertentangan dengan moral 
kemanusiaan, merugikan yang bertentangan dengan moral 
kemanusiaan, merugikan masyarakat, sosial sifatnya dan melanggar 
undang-undang pidana (KUHP). Di dalam KUHP sendiri tak 
ditentukan pengertian kejahatan, tapi dapat dirumuskan bahwa 
kejahatan adalah semua bentuk perbuatan yang memenuhi perumusan 
ketentuan-ketentuan KUHP.  
2. Pengertian kejahatan dari sudut pandang sosiologis: Secara sosiologis 
kejahatan merupakan suatu perilaku manusia yang diciptakan oleh 
masyarakat, atau dengan kata lain kejahatan adalah semua bentuk 
ucapan, perbuatan, tingkah laku yang secara ekonomis, politis dan 
sosio-psikis sangat merugikan masyarakat, melanggar norma-norma 
kesusilaan, dan menyerang keselamatan warga masyarakat (baik yang 
telah tercakup dalam undang-undang maupun yang belum tercantum). 
3. Pengertian kejahatan dari sudut pandang kriminologis: Secara 
kriminologis kejahatan adalah segala perbuatan manusia dalam bidang 
politis, ekonomi dan sosial yang sangat merugikan dan berakibat 
                                                          





jatuhnya korban-korban baik individual maupun korban kelompok 
atau golongan-golongan masyarakat. 
Kejahatan dalam kehidupan bermasyarakat ada berbagai macam jenisnya 
tergantung pada sasaran kejahatannya. Sebagaimana dikemukakan oleh Mustofa 
bahwa jenis kejahatan menurut sasaran kejahatannya, yaitu kejahatan terhadap badan 
(pembunuhan, perkosaan, penganiayaan), kejahatan terhadap harta benda 
(perampokan, pencurian, penipuan), kejahatan terhadap ketertiban umum 
(pemabukan, perjudian), kejahatan terhadap keamanan negara. Sebagian kecil dari 
bertambahnya kejahatan dalam masyarakat disebabkan karena beberapa faktor luar, 
sebagian besar disebabkan karena ketidakmampuan dan tidak adanya keinginan dari 
orang-orang dalam masyarakat untuk menyesuaikan diri dengan norma-norma yang 
berlaku dalam masyarakat. Jadi kejahatan carding merupakan kejahatan terhadap 
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2. Faktor penyebab Terjadinya Kejahatan Carding 
Untuk mengetahui terjadinya tindak kejahatan kita harus mengetahui 
mengapa seseorang itu dapat melakukan kejahatan serta apa saja faktor 
pendorong seseorang melakukan kejahatan. Beberapa pendapat para ahli 
mengenai faktor penyebab terjadinya kejahatan: 
Faktor-faktor penyebab terjadinya kejahatan dalam bidang perbankan 
yang menggunakan fasilitas komputer (komputer sebagai sarana kejahatan) 
dalam Penelitian Aman Nursusila di Bagian Serse Ekonomi Polda Jawa Timur 
dan Polwil Malang, menyimpulkan bahwa factor penyebabnya adalah karena 
mencoba kemampuan di bidang teknologi internet (66,6%), dan karena alasan 
ekonomi (33,3%).29 
Perkembangan jaman melahirkan kejahatan baru di bidang teknologi 
informasi, faktor yang mempengaruhi diantaranya: 30 
a.  Faktor Segi teknis, tidak bisa dipungkiri bahwa kemajuan teknologi 
(teknologi informasi) berdampak negatif bagi perkembangan 
masyarakat. Berhasilnya teknologi tersebut menghilangkan batas 
wilayah negara menjadikan dunia ini menjadi begitu sempit 
keterhubungan antara jaringan yang satu dengan jaringan yang lain 
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memudahkan bagi si pelaku kejahatan untuk melakukan aksinya. 
Kemudian, tidak meratanya penyebaran teknologi menjadikan yang 
satu lebih kuat daripada yang lain. Kelemahan tersebut dimanfaatkan 
oleh mereka yang tidak bertanggung jawab untuk melakukan 
kejahatan.  
b. Faktor sosio ekonomi, cybercrime merupakan produk ekonomi. Isu 
global yang kemudian dihubungkan dengan kejahatan tersebut adalah 
keamanan jaringan (security network). Keamanan jaringan merupakan 
isu global yang digulirkan berbarengan dengan internet. Sebagai 
komoditi ekonomi, banyak negara yang tentunya sangat membutuhkan 
perangkat keamanan jaringan. Cybercrime berada dalam skenario 
besar dari kegiatan ekonomi dunia. 
c. Faktor Perkembangan Teknologi Perkembangan, teknologi khususnya 
teknologi informasi dan komunikasi selain memberikan dampak 
positif juga memberikan dampak negatif terhadap masyarakat 
diseluruh dunia karena selain dapat mengubah perilaku dan peradapan 
manusia serta menyebabkan perubahan soaial, perkembangan 
teknologi informasi yang meningkat membuat dunia menjadi tanpa 





internet sebagai modus operandinya salah satunya adalah kejahatan 
carding.31 
d. Faktor Lemahnya Sistem Pengawasan Bank, lemahnya sistem 
pengawasan dari bank penerbit. Karena dengan kemajunya teknologi 
informasi mengharuskan lembaga perbankkan untuk bisa terus 
bergerak dan mengikuti perkembangan kejahatan yang dilakukan di 
dunia maya dengan tujuan untuk memudahkan kebutuhan nasabah, 
sehingga aparat pengawas bank harus terus meningkatkan 
kemampuannya terus menerus secara berkesinambungan supaya dapat 
mendeteksi potensi kejahatan carding itu sendiri. 
e. Faktor Kecerobohan Para Pengguna Internet, para pengguna internet 
harus mulai sadar akan adanya cybercrime yang mengintai kita setiap 
saat dengan cara meretas atau membuat situs-situs internet berbahaya. 
Para pengguna harus mulai sadar akan pentingnya sistem keamanan 
jaringan agar komputer mereka agar bisa terlindung dari 
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B. Tinjauan Umum Tentang Carding 
1. Pengertian Carding 
Pembobolan atau peretasan pada kartu kredit yaitu adalah salah satu jenis 
kejahatan cybercrime. Peretasan kartu kredit ini dikenal dengan nama carding 
atau credit card fraud. Carding merupakan kejahatan yang dilakukan untuk 
mencuri nomor kartu kredit milik orang lain dan digunakan dalam transaksi 
perdagangan di internet.32 
Menurut Indradi berpendapat bahwa carding adalah penipuan kartu kredit 
bila pelaku mengetahui nomor kartu kredit seseorang yang masih berlaku, 
maka pelaku dapat membeli barang secara on-line yang tagihannya 
dialamatkan pada pemilik asli kartu kredit tersebut, sedangkan pelakunya 
dinamakan carder. 33 Carder atau hacker adalah pelaku atau orang yang bisa 
mempelajari, menganalisis, memodifikasi, meretas dan menerobos masuk ke 
dalam komputer dan jaringan komputer yang aman maupun tidak aman, baik 
untuk keuntungan atau dimotivasi oleh tantangan. 
Menurut IFCC (Internet Fraud Compalint Center) yaitu salah satu unit di 
FBI yang menangani komplain dari masyarakat berkaitan dengan cyber crime, 
adalah: “The unauthorized use of a credit/debit card number can be stolen 
from unsecured web sites, or can be obtained in an identity theft scheme” 
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(Penyalahgunaan kartu kredit/debit untuk menipu dalam mendapatkan uang 
atau property. Nomor kartu kredit dapat dicuri dari website yang tidak 
terjaga/tidak aman atau didapatkan melalui pencurian identitas). Terminologi 
carding dalam bahasa formal atau bahasa hukum, digolongkan sebagai 
credit/debit card fraud (penipuan menggunakan kartu kredit/kartu debit). 34 
Carding merupakan salah satu bentuk pembobolan (theft) dan kecurangan 
(fraud) di dunia internet yang dilakukan oleh pelakunya yang dinamakan 
carder dengan menggunakan kartu kredit curian atau kartu kredit palsu yang 
dibuat sendiri. Tujuannya yaitu untuk membeli barang secara tidak sah atau 
menarik dana secara tidak sah dari suatu rekening bank milik orang lain.35 
Ada beberapa cara peretasan yang dilakukan oleh pelaku sehingga dapat 
meretas data korban, yaitu diantaranya:36 
a. Data dan nomor awalnya didapat dengan cara skimming artinya 
merekam secara elektronik data pada Magnetic StripeCard Reader 
atau Magnetic Stripe Skimming biasanya si pelaku kejahatan dalam 
meretas data dan nomor dari kartu kredit asli akan menitipkan 
skimming tersebut di restoran, hotel, toko, atau tempat-tempat 
pembayaran dengan istilah gesek, yang artinya harus ada keterlibatan 
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orang dalam dari tempat-tempat tersebut, biasanya si kasir 
menyembunyikan skimmer di bawah meja dan melakukan dua kali 
penggesekan tanpa sepengetahuan pemilik kartu.  
b. Cara lain peretasan data pemilik kartu kredit asli adalah bisa dengan 
cara memasang semacam CHIP pada terminal POS (Point of Sale) 
yaitu sebuah alat gesek kartu kredit yang digunakan untuk 
pembayaran, pada restoran, toko, hotel, supermarket, dan si pelaku 
kejahatan disini bisa petugas service terminal POS, karyawan pada 
terminal POS, atau orang lain yang menitipkan. Intinya bahwa CHIP 
harus dipasang oleh petugas yang menangani terminal POS, misalkan 
pada saat service.  
c. Maka dengan cara skimming dan chip Information Card Verification 
Value (CVV) yang mempunyai tiga digit angka yang berfungsi sebagai 
pengaman kartu kredit akan ikut terekam.  
d. Dalam tindak peretasan kartu kredit umumnya terdapat beberapa 
modus antara lain: 
1. Modus IDT (Identity Theft) yaitu peretasan identitas orang lain 
yang dipakai untuk tujuan melakukan penipuan dan pemalsuan; 
2. Modus ATO (Account Take Over) yaitu peretasan data orang lain 
yang bertujuan untuk mengendalikan rekening tanpa 





3. Modus MTO (Merchant Take Over) yaitu peretasan data pemilik 
merchant yang bertujuan mengendalikan atau mengambil alih 
merchantnya secara tidak sah. 
2. Bentuk-bentuk atau jenis-jenis kejahatan carding 
Kejahatan cyber crime khususnya carding dapat dibagi dalam beberapa 
bentuk atau jenis kejahatan carding yaitu antara lain: 37 
a. Cyber trespass kejahatan mengakses komputer atau jaringan komputer 
tanpa menyalahgunakan atau merusak data.  
b. Cyber theft merupakan kejahatan untuk mencuri informasi, uang atau 
sesuatu yang mempunyai nilai. Keuntungan merupakan motivasi dari 
pelaku melakukan cyber theft.  
c. Cyber fraud penipuan melalui internet berbeda dengan pencurian. 
Dalam cyber fraud korban mengetahui dan secara sukarela 
memberikan uangnya kepada pelaku kejahatan.  
d. Destructive cybercrimes merusak atau menghancurkan data atau 
jaringan pelayanan. Misalnya meretas ke dalam jaringan dan 
menghapus data atau file program, meretas ke dalam server web dan 
merusak halaman web. 
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Adapun jenis-jenis carding adalah sebagai berikut: 38 
a. Misus (compromise) of card data, yaitu berupa penyalah gunaan kartu 
kredit yang tidak di presentasikan. 
b. Counterfeiting, yaitu pemalsuan kartu kredit. Kartu palsu sudah di 
ubah sedemikian rupa menyerupai kartu asli. Carding jenis ini 
dilakukan oleh perorangan sampai sindikat pemalsu kartu kredit yang 
memiliki jaringan luas, dana besar dan didukung oleh keahlian 
tertentu. Perkembangan Counterfeiting saat ini telah menggunakan 
software tertentu yang tersedia secara umum di situs-situs tertentu 
(creditmaster, credit probe) untuk menghasilkan nomor-nomor kartu 
kredit serta dengan menggunakan mesin atau terminal yang dan 
telepon genggam untuk mengecek keabsahan nomor-nomot tersebut. 
Selain itu, counterfeiting juga menggunakan skimming device yang 
berukuran kecil untuk mengkloning data yang tertera di magnetik 
stripe kartu kredit asli dan menggunakan peralatan-peralatan untuk 
meng-intercept jaringan telekomunikasi serta menggunakan terminal 
implants.  
c. Wire tapping, yaitu penyadapan transaksi kartu kredit melalui jaringan 
komunnikasi. Dengan sistem ini jumlah data yang didapat sangat 
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banyak, jumlah kerugian yang tinggi dan sampai saat ini belum ada 
buktinya di indonesia.  
d. Pissing, yaitu penyadapan melalui situs website agar personal data 
nasabah dapat dicuri. 
3. Cara kerja hacker/carder dalam melakukan aktivitas carding 
Ada beberapa cara yang digunakan hacker/carder untuk bisa mendapatkan 
data dari aktivitasnya melakukan carding, antaranya adalah : 39 
1. SQL Injection, dapat diartikan sebagai serangan terhadap suatu situs 
dengan memasukkan perintah berbahaya melalui media input seperti 
URL. Cara ini adalah menjebol situs e-commerce itu langsung dan 
mencuri semua data para pelanggannya. Cara ini agak sulit dan perlu 
pakar hacker atau hacker yang sudah berpengalaman untuk 
melakukannya. Pada umumnya mereka memakai metode injection 
(memasukan script yang dapat dijalankan oleh situs/server) bagi situs 
yang memiliki firewall. 
2. Membuat situs Phising, Phising merupakan suatu cara yang dilakukan 
untuk mencuri data pribadi seseorang menggunakan cara yang “halus” 
tanpa si korban menyadari bahwa datanya telah dicuri. Yaitu seperti 
situs sejenis atau kelihatan sama seperti situs aslinya. Kemudia jika 
korban yang salah ketik, akan tersesat menuju situs yang dibuat/ilegal.  
                                                          





Pada umumnya, phising dilakukan untuk mencuri data login email, 
kartu kredit, alat pembayaran online, dll. Untuk melakukan teknik ini, 
pengetahuan tentang bahasa pemrograman cukup dibutuhkan, sebagai 
awal dilakukannya pula spamming untuk menjalankan phising 
tersebut. Spamming merupakan suatu tindakan mengirimkan pesan 
kepada penerimannya secara bertubi-tubi tanpa kehendak 
penerimannya, yaitu beberapa spam tersebut seperti spam blog, dan 
spam email. 
3. Paket Sniffer, cara ini adalah cara yang paling cepat untuk 
mendapatkan data apa saja. Konsep kerjanya cukup memakai program 
yang dapat melihat atau membuat logging file dari data yang dikirim 
oleh website e-commerce (penjualan online) yang mereka incar. Pada 
umumnya mereka mengincar website yang tidak dilengkapi security 
encryption atau situs yang tidak memiliki keamanan yang bagus. 
C. Tinjauan Umum Tentang Kartu Kredit (Credit Card) 
1. Pengertian Kartu Kredit (Credit Card) 
Kartu kredit merupakan sebuah kartu yang dikeluarkan oleh bank tertentu 
kepada pengguna sebagai salah satu alat pembayaran dengan menggunakan 
kartu. Kartu kredit menawarkan dua fungsi yang berbeda kepada konsumen 





dapat membeli barang maupun jasa dari perusahaan yang menerima kartu 
tersebut tanpa pembayaran uang secara tunai.40 
Pengertian tentang kartu kredit juga dapat ditemukan pada ketentuan 
Peraturan Bank Indonesia (PBI) Nomor 11/11/PBI/2009 tentang 
Penyelenggaraan Kegiatan Alat Pembayaran Dengan Menggunakan Kartu 
(APMK), yaitu:  
“Kartu kredit adalah APMK (Alat Pembayaran Dengan Menggunakan 
Kartu) yang dapat digunakan untuk melakukan pembayaran atas 
kewajiban yang timbul dari suatu kegiatan ekonomi, termasuk 
transaksi pembelanjaan dan/atau untuk melakukan penarikan tunai, 
dimana kewajiban pemegang kartu kredit dipenuhi terlebih dahulu 
oleh acquirer atau penerbit, dan pemengang kartu berkewajiban untuk 
melakukan pembayaran pada waktu yang disepakati baik dengan 
pelunasan sekaligus (change card) ataupun dengan pembayaran secara 
angsuran.” 
Menurut Peter Salim dalam bukunya yang berjudul “The Contemporaray 
English-Indonesia Dictionary”, berpendapat bahwa kartu kredit adalah kartu 
yang dikeluarkan oleh bank atau lembaga keuangan bagi langganan- 
                                                          





langganannya untuk membeli barang dan jasa dari perusahaan yang menerima 
kartu tersebut tanpa pembayaran tunai. 41 
Menurut Djoko Prakoso, berpendapat bahwa pengertian kartu kredit 
adalah suatu jenis alat pembayaran sebagai pengganti uang tunai dimana kita 
sewaktu-waktu dapat menukarkan apa saja yang kita inginkan yaitu di tempat 
dimana saja ada cabang yang dapat menerima kartu kredit dari Bank, atau 
perusahaan yang mengeluarkan.42 
Menurut Undang-Undang Nomor 7 Tahun 1972 Sebagaimana Telah 
Diubah dengan Undang-Undang No. 10 Tahun 1998 tentang Perbankan, 
Kartu kredit adalah salah satu alat pembayaran paling mutakhir setelah cek 
dan giro yang bersifat tidak tunai. Kartu kredit dibuat dari plastik dengan 
ukuran standar tertentu dan berisikan data nomor kartu yang terekam dalam 
magnetic stripe pada bagian belakang kartu. Pada bagian depan kartu terdapat 
nama dan nomor pemegang kartu yang dicetak timbul, juga terdapat tangal 
masa berlaku kartu tersebut. Nomor pemegang kartu biasanya terdiri dari 12- 
16 digit dan unik untuk setiap bank dan pemegang kartu. 
Dari beberapa pengertian diatas, disimpulkan bahwa kartu kredit adalah 
suatu alat pembayaran untuk bisa membeli suatu barang di tempat-tempat 
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yang sudah ditentukan untuk bisa membayar menggunakan kartu kredit. 
Dalam kartu kredit itu sendiri menawarkan cicilan kepada penggunanya untuk 
bisa melunasi barang atau jasa konsumennya dalam jangka waktu tertentu. 
2. Pengaturan  Kartu Kredit (Credit Card) 
a. Keputusan Presiden Republik Indonesia Nomor 61 Tahun 1988 
tentang Lembaga Pembiayaan, menyatakan bahwa perusahaan kartu 
kredit adalah badan usaha yang melakukan usaha pembayaran untuk 
membeli barang dan jasa dengan menggunakan kartu kredit. 
Perusahaan ini dibawah pengawasan dan pembinaan Menteri 
Keuangan.  
b. Keputusan Menteri Keuangan Republik Indonesia Nomor 
1251/KMK.013/1998 tentang Ketentuan dan Tata Cara Pelaksanaan 
Lembaga Pembiayaan.  
c. Undang-Undang Nomor 7 Tahun 1992 tentang Perbankan 
sebagaimana telah diubah dengan Undang-Undang Nomor 10 Tahun 
1998 tentang Perbankan. Pada pasal 6 huruf 1, usaha Bank Umum 
meliputi: melakukan kegiatan anjak piutang, dan usaha kartu kredit.  
d. Peraturan Menteri Keuangan No. 39/PMK.03/2016 yang diterbitkan 
22 Maret 2016, penyelenggara kartu kredit wajib menyerahkan data 
transaksi pemegang kartu kredit kepada Ditjen Pajak. Data yang 





merchant, nama merchant, nama pemilik kartu, alamatnya Nomor 
Induk Kependudukan (NIK) atau paspor, Nomor Pokok Wajib Pajak 
(NPWP), bukti tagihan dan rincian transaksi. 
Berdasarkan pengaturan hukum tersebut di atas, ternyata Pada dasarnya 
fungsi pokok dari kartu kredit ialah untuk memenuhi kebutuhan masyarakat 
luas sehingga dapat melancarkan dan mendorong perdagangan dan perputaran 
uang, namun dalam hal tersebut tidak mengatur secara terperinci bagaimana 
mengenai hak dan kewajiban apa yang harus ditaati oleh para pihak yang 
terlibat dalam penerbitan dan penggunaan kartu kredit. 
Karena pada dasarnya fungsi pokok dari kartu kredit ialah untuk 
memenuhi kebutuhan masyarakat luas sehingga dapat melancarkan dan 
mendorong perdagangan dan perputaran uang. Pada awalnya, konsep kredit 
muncul karena adanya kebutuhan dari pihak yang kelebihan uang dengan 
yang kekurangan uang demi pencapaian kebutuhan.Pihak yang mendapatkan 
kredit harus dapat menunjukkan prestasi yang lebih tinggi berupa kemajuan-
kemajuan pada usahanya atau mendapatkan pemenuhan atas kebutuhannya. 43 
 
 
                                                          






3. Jenis-jenis Kartu Kredit (Credit Card) 
Dari sekian banyak kartu kredit yang diterbitkan, yaitu terdapat beberapa 
jenis kartu kredit yang dibedakan dari berdasarkan fungsi, wilayah, tujuan, 
dan pemegang/pemiliknya.  
Adapun jenis-jenis kartu kredit adalah sebagai berikut : 44 
1. Berdasarkan fungsinya 
a. Retailer Card 
Kartu kredit yang dikeluarkan oleh badan usaha, dimana 
pemanfaatannya hanya dapat digunakan pada penerbitannya saja 
yang bertujuan untuk meningkatkan pelayanan dan penjualan. 
b. Bank Credit Card  
Suatu kartu kredit yang dikeluarkan oleh bank sebagai penerbit. 
Pemanfaatannya dapat digunakan sebagai alat pembayaran di 
tempat-tempat yang telah didaftar untuk menerima kartu kredit 
tersebut atau dapat pula digunakan untuk menarik uang tunai pada 
ATM (Anjungan Tunai Mandiri).  
c. Charge Card  
Pengertian sama dengan Bank Credit Card hanya saja pada 
Charge Card tidak ada fasilitas kredit pada pembayaran tagihan. 
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kartu yang dapat digunakan sebagai alat pembayaran transaksi jual 
beli barang dan jasa dimana sistem pembayaran dilakukan 
pemegang kartu untuk melunasi semua tagihan secara sekaligus 
pada saat jatuh tempo. 
2. Berdasarkan wilayah berlakunya45 
a. Domestic Card/Kartu Kredit Lokal  
Kartu kredit yang hanya dapat digunakan pada suatu negara saja.  
b. International Card/Kartu Kredit Internasional 
Kartu kredit yang dapat digunakan sebagai alat pembayaran dan 
diterima pada berbagai negara di dunia bergantung pada bank yang 
menerbitkannya. 
3. Berdasarkan tujuannya 
a. Kartu Kredit Umum  
Kartu kredit yang dapat digunakan untuk semua transaksi 
pembayaran yang memiliki logo visa ataupun master. 
b. Kartu Kredit Khusus  
Kartu kredit yang hanya dapat digunakan pada tempat-tempat 




                                                          





4. Berdasarkan Pemegang/pemiliknya  
a. Kartu Kredit Utama  
Kartu kredit seperti Personal Card dan Company Card. Dimana 
pada Personal Card, card holder bertanggung jawab secara 
pribadi dan penuh. Sedangkan pada Company Card, yang 
bertanggung jawab adalah perusahaan.  
b. Kartu Kredit Pelengkap atau Tambahan  
Kartu seperti Supplementary Card, dimana pemegang kartu kredit 
tidak bertanggung jawab penuh karena tanggung jawab 
sepenuhnya ada pada pemegang kartu utama. Kartu kredit ini 
misalnya untuk istri atau anggota keluarga. 
D. Tinjauan Umum Tentang Cyber Crime 
1. Pengertian Cyber Crime 
Dalam kata Cyber dapat diartikan sebagai istilah lain yaitu cyberspace 
yang diambil dari kata cybernetics, Prof. Norbert Wiener dari Massachusetts 
Institute of Technology (MIT) di tahun 1947 menggunakan istilah ini untuk 
mendefinisikan sebuah bidang ilmu yang terkait dengan elektro, matematik, 
biologi, neurofisioligi, antropologi, dan psikologi. Wiener dan kawan- kawan 
kemudian mengadaptasi kata dari bahasa Yunani (steersman) yang bermakna 
atau terkait dengan prediksi, aksi, kendali, umpan balik, dan respon. Yang 





Aplikasi dari bidang cybernetics ini sering terkait dengan pengendalian robot 
(dari jarak jauh). Potongan kata cyber kemudian menjadi sah-sah saja 
mengawali berbagai istilah baru misalnya yang sering kita dengar atau baca 
yaitu cyber crime (kejahatan mayantara), cyber space (ruang cyber), cyber-
cafe (warung internet disingkat warnet), cyber law (hukum internet). 46 
Cyber Crime apabila kita terjemahkan kedalam bahasa indonesia maka 
artinya kejahatan siber. Cybercrime merupakan bentuk kejahatan yang relatif 
baru apabila dibandingkan dengan bentuk-bentuk kejahatan lain yang sifatnya 
konvensional (street crime). Cybercrime muncul bersamaan dengan lahirnya 
revolusi teknologi informasi. Sebagimana dikemukakan oleh Ronni R. 
Nitibaskara bahwa: “Interaksi sosial yang meminimalisir kehadiran secara 
fisik, merupakan ciri lain revolusi teknologi informasi. Dengan interaksi 
semacam ini, penyimpangan hubungan sosial yang berupa kejahatan (crime) 
akan menyesuaiakan bentuknya dengan karakter baru tersebut.”47 
Pengertian lainnya mengenai cyber crime adalah kejahatan berbasis 
teknologi telematika yang selanjutnya disebut sebagai kejahatan telematika 
dalam berbagai sumber sering disebut dengan istilah Penyalahgunaan 
Komputer atau Kejahatan Komputer (computer crime; computer -related 
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crime; computer assisted crime). Kejahatan Mayantara (cyber crime), 
Kejahatan Komputer (computer cyber).48 
Menurut Kepolisian Inggris, berpendapat bahwa pengertian cyber crime 
adalah segala macam penggunaan jaringan komputer untuk tujuan kriminal 
dan/atau kriminal berteknologi tinggi dengan menyalahgunakan kemudahan 
teknologi digital.49 
Menurut Widodo, berpendapat bahwa pengertian cyber crime adalah 
setiap aktivitas seseorang, sekelompok orang, badan hukum yang 
menggunakan komputer sebagai sarana melakukan kejahatan, atau 
menjadikan komputer sebagai sasaran kejahatan. Semua kejahatan tersebut 
adalah bentuk-bentuk perbuatan yang bertentangan dengan peraturan 
perundang-undangan, baik dalam arti melawan hukum secara material 
maupun melawan hukum secara formal.50 
Definisi dari kejahatan komputer juga diberikan oleh Andi Hamzah, 
menurut Andi Hamzah, bahwa “kejahatan di bidang komputer secara umum 
dapat diartikan sebagai penggunaan komputer secara illegal”.51 
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Penulis berpendapat bahwa cyber crime merupakan kejahatan 
menggunakan sistem komputer dan jaringan komputer dengan cara yang halus 
tanpa korban menyadari atas tindakan kejahatan yang tidak memakai 
kekerasan fisik (non violence) dalam melakukan kejahatannya lalu mengambil 
keuntungan sebanyak-banyaknya untuk diri sendiri. 
2. Karakteristik dan Jenis-Jenis Cyber Crime 
Menurut Abdul Wahid dan M. Labib, cyber crime memiliki beberapa 
karakteristik, yaitu: 52 
1. Perbuatan yang dilakukan secara illegal, tanpa hak atau tindakan etis 
terjadi diruang/wilayah siber, sehingga tidak dapat dipastikan yuridiksi 
negara mana yang berlaku terhadapnya;  
2. Perbuatan tersebut dilakukan dengan menggunakan peralatan apapun 
yang berhubungan dengan internet;  
3. Perbuatan tersebut mengakibatkan kerugian materiil maupun 
immateriil yang cenderung lebih besar dibandingkan dengan kejahatan 
konvensional;  
4. Pelakunya adalah orang yang menguasai penggunaan internet dan 
aplikasinya;  
5. Perbuatan tersebut sering dilakukan secara transnasional. 
                                                          





Cyber crime timbul dari suatu akibat kemajuan teknologi informasi, 
yang dapat memudahkan orang-orang untuk melakukan interaksi dan 
mendapatkan informasi dari suatu kemajuan teknologi. Disisi lain, kemudahan 
yang diberikan oleh teknologi tersebut adalah menjadikan teknologi itu 
sendiri sebagai suatu target untuk bisa memperoleh dan menyebarkan 
gangguan sistem dari kemajuan teknologi. Dengan demikian, karakteristik 
dari cyber crime adalah penggunaan atau pemanfaatan teknologi informasi 
yang berbasis komputer untuk melakukan suatu kejahatan yang didukung oleh 
teknologi informasi dan digital. 
Kejahatan yang berhubungan erat dengan penggunaan teknologi yang 
berbasis komputer dan jaringan telekomunikasi berdasarkan jenis-jenis 
cybercrime dikelompokkan dalam bentuk, antara lain: 53 
1. Unauthorized access to computer system and service, yaitu 
kejahatan yang dilakukan dalam suatu sistem jaringan komputer 
secara tidak sah, tanpa izin, atau tanpa pengetahuan dari pemilik 
sistem jaringan komputer yang dimasukinya. Biasanya pelaku 
kejahatan (hacker) melakukannya dengan maksud sabotase 
ataupun pencurian informasi penting dan rahasia. Namun, ada juga 
yang melakukannya hanya karena merasa tertantang untuk 
mencoba keahliannya menembus suatu sistem yang memiliki 
                                                          





tingkat proteksi tinggi. Kejahatan ini semakin marak dengan 
berkembangnya teknologi internet.  
2. Illegal contents, yaitu kejahatan dengan memasukkan data atau 
informasi ke internet tentang sesuatu hal yang tidak benar, tidak 
etis, dan dianggap melanggar hukum atau menganggu ketertiban 
umum.  
3. Data forgery, yaitu kejahatan dengan memalsukan data pada 
dokumen-dokumen penting yang tersimpan sebagai scrptless 
document melalui internet. Kejahatan ini biasanya ditujukan pada 
dokumen-dokumen e-commerce dengan membuat seolah-olah 
terjadi “salah ketik” yang pada akhirnya akan menguntungkan 
pelaku.  
4. Cyber espionage, yaitu kejahatan yang memanfaatkan jaringan 
internet untuk melakukan kegiatan mata-mata terhadap pihak lain, 
dengan memasuki sistem jaringan komputer (computer network 
system) pihak sasaran. Kejahatan ini biasanya ditujukan terhadap 
saingan bisnis yang dokumen atau data-data pentingnya tersimpan 
dalam suatu sistem komputerisasi.  
5. Cyber sabotage and extortion, yaitu kejahatan yang dilakukan 
dengan membuat gangguan, perusakan, atau pengahancuran 
terhadap suatu data, program komputer atau sistem jaringan 





dilakukan dengan menyusupkan suatu logic bomb, virus komputer 
ataupun suatu program tertentu, sehingga data, program komputer 
atau sistem jaringan komputer tidak dapat digunakan, tidak 
berjalan sebagaimana mestinya, atau berjalan sebagaimana yang 
dikehendaki oleh pelaku. 
6. Offence against intellectual property, yaitu kekayaan yang 
ditujukan terhadap hak kekayaan intelektual yang dimiliki 
seseorang di internet. Contohnya peniruan tampilan web page 
suatu situs milik orang lain secara ilegal.  
7. Infringements of privacy, yaitu kejahatan yang ditujukan terhadap 
informasi seseorang yang merupakan hal yang sangat pribadi dan 
rahasia. 
3. Pengaturan tentang Cyber Crime dalam Sistem Hukum di Indonesia 
Sebagai langkah preventif terhadap segala hal yang berkaitan dengan 
tindak pidana di bidang komputer khususnya cyber, sedapat mungkin 
dikembalikan pada peraturan perundang-undangan yang ada, yaitu KUHP 
(Kitab Undang-undang Hukum Pidana) dan peraturan di luar KUHP. 
Pengintegrasian dalam peraturan yang sudah ada berarti melakukan suatu 
penghematan dan mencegah timbulnya over criminalization.54 Tanpa harus 
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mengubah asas-asas yang berlaku dan tidak menimbulkan sebuah akibat-
akibat yang dapat mengganggu suatu perkembangan teknologi informasi. 
Ada beberapa hukum positif yang berlaku umum dan dapat dikenakan 
bagi para pelaku cyber crime terutama untuk kasus-kasus yang menggunakan 
komputer sebagai sarana, antara lain:  
1. Kitab Undang Undang Hukum Pidana 
Upaya menangani kasus kejahatan dunia maya, terdapat beberapa pasal 
dalam KUHPidana yang mengkriminalisasi cybercrime dengan menggunakan 
metode interpretasi ekstensif terhadap pasal-pasal yang terdapat dalam 
KUHPidana. Adapun pasal-pasal yang dapat dikenakan dalam KUHPidana 
yang mengkriminalisasi terhadap kejahatan dunia mayantara, sebagaimana 
dikatakan oleh Petrus Reinhard Golose di antaranya adalah: 55 
a. Pasal 362, untuk kasus Carding dimana pelaku mencuri kartu 
kredit milik orang lain walaupun tidak secara fisik karena hanya 
nomor kartunya saja yang diambil dengan menggunakan software 
card generator di internet untuk melakukan transaksi di e-
commerce.  
b. Pasal 378, untuk penipuan dengan seolah-olah menawarkan dan 
menjual suatu produk atau barang dengan memasang iklan di salah 
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satu website sehingga orang tertarik untuk membelinya lalu 
mengirimkan uang kepada pemasang iklan.  
c. Pasal 335, dapat dikenakan untuk kasus pengancaman dan 
pemerasan yang dilakukan melalui e-mail.  
d. Pasal 331, dapat dikenakan untuk kasus pencemaran nama baik 
dengan menggunakan media internet. Modusnya adalah pelaku 
menyebarkan e-mail kepada teman-teman korban tentang suatu 
cerita yang tidak benar atau mengirimkan e-mail secara berantai 
melalui mailling list (millis) tentang berita yang tidak benar.  
e. Pasal 303, dapat dikenakan untuk menjerat permainan judi yang 
dilakukan secara on-line di internet dengan penyelenggara dari 
Indonesia.  
f. Pasal 282, dapat dikenakan untuk penyebaran pornografi maupun 
website porno yang banyak beredar dan mudah diakses di internet.  
g. Pasal 282 dan 311, dapat dikenakan untuk penyebaran foto atau 
film pribadi seseorang yang vulgar di internet.  
h. Pasal 378 dan 262, dapat dikenakan pada kasus carding, karena 
pelaku melakukan penipuan seolah-olah ingin membeli suatu 
barang dan membayar dengan kartu kredit yang nomor kartu 
kreditnya merupakan hasil curian.  
i. Pasal 406, dapat dikenakan pada kasus deface suatu website, 





selanjutnya melakukan pengrusakan dengan cara mengganti 
tampilan asli dari website tersebut. 
2. Undang-Undang No 36 Tahun 1999 tentang Telekomunikasi 
 Sebelum ada Undang-Undang Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik, undang-undang ini yang digunakan untuk 
mengancam pidana bagi perbuatan yang dikategorikan sebagai tindak pidana 
cyber crime. 
 Menurut Pasal 1 Undang-Undang No 36 Tahun 1999 tentang 
Telekomunikasi, Telekomunikasi adalah setiap pemancaran, pengiriman, 
dan/atau penerimaan dan setiap informasi dalam bentuk tanda-tanda, isyarat, 
tulisan, gambar, suara, dan bunyi melalui sistem kawat, optik, radio, atau 
sistem elektromagnetik lainnya.  
 Dari definisi tersebut, maka Internet dan segala fasilitas yang 
dimilikinya merupakan salah satu bentuk alat komunikasi karena dapat 
mengirimkan dan menerima setiap informasi dalam bentuk gambar, suara 
maupun film dengan sistem elektromagnetik. Penyalahgunaan Internet yang 
mengganggu ketertiban umum atau pribadi dapat dikenakan sanksi dengan 
menggunakan Undang-Undang ini, terutama bagi para hacker yang masuk ke 





Setiap orang dilarang melakukan perbuatan tanpa hak, tidak sah, atau 
memanipulasi: 56 
a) Akses ke jaringan telekomunikasi  
b) Akses ke jasa telekomunikasi  
c) Akses ke jaringan telekomunikasi khusus 
 Apabila melakukan hal tersebut kepada website-website yang 
dilindungi keamanannya seperti misalnya KPU, maka dapat dikenakan Pasal 
50 yang berbunyi “Barang siapa yang melanggar ketentuan sebagaimana 
dimaksud dalam Pasal 22, dipidana dengan pidana penjara paling lama 6 
(enam) tahun dan/atau denda paling banyak Rp600.000.000,00 (enam ratus 
juta rupiah)” 
3. Undang-Undang Nomor 19 tahun 2016 tentang Perubahan Atas 
Undang-undang Nomor 11 tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik 
 Tanggal 23 April 2008 telah diundangkan Undang-undang Nomor 11 
tahun 2008 tentang Informasi dan Transaksi Elektronik (ITE). Undang-
Undang ITE telah menetapkan perbuatan-perbuatan mana yang termasuk 
tindak pidana di bidang ITE (cybercrime) dan telah ditentukan unsur-unsur 
tindak pidana dan penyerangan terhadap berbagai kepentingan hukum dalam 
                                                          





bentuk rumusan-rumusan tindak pidana tertentu. Tindak Pidana Cybercrime 
dalam Undang-Undang ITE diatur dalam 9 pasal, dari pasal 27 sampai dengan 
pasal 35. Dalam 9 pasal tersebut dirumuskan 20 bentuk atau jenis tindak 
pidana ITE. Pasal 36 tidak merumuskan bentuk tindak pidana ITE tertentu, 
melainkan merumuskan tentang dasar pemberatan pidana yang diletakkan 
pada akibat merugikan orang lain pada tindak pidana yang diatur dalam Pasal 
27 samapai dengan Pasal 34. Sementara ancaman pidananya denda dan pidana 
penjara ditentukan didalam Pasal 45 sampai Pasal 52. Adapun rumusan pasal-
pasal tersebut adalah sebagai berikut: 
“Pasal 27 yang berbunyi :  
1) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya Informasi 
Elektronik dan/atau Dokumen Elektronik yang memiliki muatan yang 
melanggar kesusilaan.  
2) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya Informasi 
Elektronik dan/atau Dokumen Elektronik yang memiliki muatan 
perjudian.  
3) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 





Elektronik dan/atau Dokumen Elektronik yang memiliki muatan 
penghinaan dan/atau pencemaran nama baik.  
4) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya Informasi 
Elektronik dan/atau Dokumen Elektronik yang memiliki muatan 
pemerasan dan/atau pengancaman. 
“Pasal 28 yang berbunyi:  
1) Setiap Orang dengan sengaja dan tanpa hak menyebarkan berita 
bohong dan menyesatkan yang mengakibatkan kerugian konsumen 
dalam Transaksi Elektronik.  
2) Setiap Orang dengan sengaja dan tanpa hak menyebarkan yang 
ditujukan untuk menimbulkan rasa kebencian atau permusuhan 
individu dan/atau kelompok masyarakat tertentu berdasarkan atas 
suku, agama, ras, dan antar golongan (SARA).”  
“Pasal 29 yang berbunyi: “Setiap Orang dengan sengaja dan tanpa hak 
mengirimkan Informasi Elektronik dan/atau Dokumen Elektronik yang 








“Pasal 30 yang berbunyi:  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
mengakses Komputer dan/atau Sistem Elektronik milik Orang lain 
dengan cara apa pun.  
2) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
mengakses Komputer dan/atau Sistem Elektronik dengan cara apa pun 
dengan tujuan untuk memperoleh Informasi Elektronik dan/atau 
Dokumen Elektronik.  
3) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
mengakses Komputer dan/atau Sistem Elektronik dengan cara apa pun 
dengan melanggar, menerobos, melampaui, atau menjebol sistem 
pengamanan.”  
“Pasal 31 yang berbunyi:  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
melakukan intersepsi atau penyadapan atas Informasi Elektronik 
dan/atau Dokumen Elektronik dalam suatu Komputer dan/atau Sistem 
Elektronik tertentu milik Orang lain.  
2) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
melakukan intersepsi atas transmisi Informasi Elektronik dan/atau 





suatu Komputer dan/atau Sistem Elektronik tertentu milik Orang lain, 
baik yang tidak menyebabkan perubahan apa pun maupun yang 
menyebabkan adanya perubahan, penghilangan, dan/atau penghentian 
Informasi Elektronik dan/atau Dokumen Elektronik yang sedang 
ditransmisikan.  
3) Kecuali intersepsi sebagaimana dimaksud pada ayat (1) dan ayat (2), 
intersepsi yang dilakukan dalam rangka penegakan hukum atas 
permintaan kepolisian, kejaksaan, dan/atau institusi penegak hukum 
lainnya yang ditetapkan berdasarkan undang-undang.  
4) Ketentuan lebih lanjut mengenai tata cara intersepsi sebagaimana 
dimaksud pada ayat (3) diatur dengan Peraturan Pemerintah.” 
“Pasal 32 yang berbunyi:  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
dengan cara apa pun mengubah, menambah, mengurangi, melakukan 
transmisi, merusak, menghilangkan, memindahkan, menyembunyikan 
suatu Informasi Elektronik dan/atau Dokumen Elektronik milik Orang 
lain atau milik publik.  
2) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
dengan cara apa pun memindahkan atau mentransfer Informasi 
Elektronik dan/atau Dokumen Elektronik kepada Sistem Elektronik 





3) Terhadap perbuatan sebagaimana dimaksud pada ayat (1) yang 
mengakibatkan terbukanya suatu Informasi Elektronik dan/atau 
Dokumen Elektronik yang bersifat rahasia menjadi dapat diakses oleh 
publik dengan keutuhan data yang tidak sebagaimana mestinya.”  
“Pasal 33 yang berbunyi: “Setiap Orang dengan sengaja dan tanpa hak 
atau melawan hukum melakukan tindakan apa pun yang berakibat 
terganggunya Sistem Elektronik dan/atau mengakibatkan Sistem 
Elektronik menjadi tidak bekerja sebagaimana mestinya.”  
“Pasal 34 yang berbunyi:  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
memproduksi, menjual, mengadakan untuk digunakan, mengimpor, 
mendistribusikan, menyediakan, atau memiliki:  
a) perangkat keras atau perangkat lunak Komputer yang 
dirancang atau secara khusus dikembangkan untuk 
memfasilitasi perbuatan sebagaimana dimaksud dalam Pasal 27 
sampai dengan Pasal 33  
b) sandi lewat Komputer, Kode Akses, atau hal yang sejenis 
dengan itu yang ditujukan agar Sistem Elektronik menjadi 
dapat diakses dengan tujuan memfasilitasi perbuatan 





2) Tindakan sebagaimana dimaksud pada ayat (1) bukan tindak pidana 
jika ditujukan untuk melakukan kegiatan penelitian, pengujian Sistem 
Elektronik, untuk perlindungan Sistem Elektronik itu sendiri secara 
sah dan tidak melawan hukum.” 
“Pasal 35 yang berbunyi: “Setiap Orang dengan sengaja dan tanpa hak 
atau melawan hukum melakukan manipulasi, penciptaan, perubahan, 
penghilangan, pengrusakan Informasi Elektronik dan/atau Dokumen 
Elektronik dengan tujuan agar Informasi Elektronik dan/atau Dokumen 
Elektronik tersebut dianggap seolah-olah data yang otentik.”  
“Pasal 36 yang berbunyi: “Setiap Orang dengan sengaja dan tanpa hak 
atau melawan hukum melakukan perbuatan sebagaimana dimaksud dalam 
Pasal 27 sampai dengan Pasal 34 yang mengakibatkan kerugian bagi 
Orang lain.”  
“Pasal 37 yang berbunyi: “Setiap Orang dengan sengaja melakukan 
perbuatan yang dilarang sebagaimana dimaksud dalam Pasal 27 sampai 
dengan Pasal 36 di luar wilayah Indonesia terhadap Sistem Elektronik 
yang berada di wilayah yurisdiksi Indonesia.” 
Dengan kemajuan teknologi yang semakin pesat maka dapat memunculkan 
kejahatan-kejahatan baru yang timbul akibat dari kemajuan teknologi informasi 





Tentang Informasi dan Transaksi Elektronik dengan Undang-undang Nomor 19 
Tahun 2016 tentang Perubahan Atas Undang-undang Nomor 11 Tahun 2008 
Tentang Informasi Dan Transaksi Elektronik, yaitu dimana perubahan terhadap 
hukum pidana Indonesia berkaitan dengan munculnya kemajuan teknologi 
informasi sebagai berikut : 
TABEL I  
PERBANDINGAN UNDANG-UNDANG NOMOR 11 TAHUN 2008 DENGAN 
UNDANG-UNDANG NOMOR 19 TAHUN 2016 TENTANG PERUBAHAN 
ATAS UNDANG-UNDANG NOMOR 11 TAHUN 2008 TENTANG 
INFORMASI DAN TRANSAKSI ELEKTRONIK 
No. Undang-undang Nomor 11 Tahun 
2008 Tentang Informasi Dan 
Transaksi Elektronik. 
Undang-undang Nomor 19 Tahun 2016 
tentang Perubahan Atas Undang-
undang Nomor 11 Tahun 2008 Tentang 
Informasi Dan Transaksi Elektronik. 
1. Dalam Pasal 1 mengenai ketentuan 




Dirubah dengan penambahan dalam Pasal 
1 yakni Pasal 1 diantara angka 6 dan angka 
7 disipkan 1 angka yakni angka 6a, 






2. Tidak ada Penambahan dan 
perubahan dibeberapa 
Dalam Pasal 26, Pasal 31, Pasal 40, 
Pasal 43, 
Dirubah dan ditambahan, dalam Pasal 26 
ditambah 3 (tiga) ayat, yakni ayat (3), ayat 
(4), dan ayat (5); 
 
Pasal 31 Ketentuan ayat (3) dan ayat (4) 
diubah; 
 
Pasal 40 disisipkan 2 (dua) 
ayat, yakni ayat (2a) dan ayat (2b) dan 
ketentuan ayat (6) diubah; 
 
Pasal 43 Ketentuan ayat (2), ayat (3), ayat 
(5), ayat (6), ayat (7), 
dan ayat (8) diubah dan ditambahkan satu 
(1) ayat, yakni ayat (7a) serta 
penjelasan ayat (1) Pasal 43 diubah. 
3. Tidak adanya penjelasan mengenai 
Pasal 5 tentang alat bukti elektronik 
Dirubah dengan penambahan penjelasan 
dalam Pasal 5 
4. Tidak adanya kewajiban 
penyelenggara sistem elektronik 
untuk menghapus Informasi 
Elektronik yang tidak relevan 
berdasarkan penetapan pengadilan 
Adanya kewajiban penyelenggara sistem 
elektronik untuk menghapus Informasi 
Elektronik yang tidak relevan berdasarkan 
penetapan pengadilan 
5. Segala bentuk penyadapan tidak 
diperbolehkan 
Penyadapan boleh dilakukan dalam rangka 









6. Dalam hukum acara yang digunakan 
ada ketentuan khusus dalam hal 
penggeledahan, penyitaan barang 
bukti yakni mutlak harus melalui izin 
pengadilan 
 
Adanya perubahan dalam penggeledahan 
dan penyitaan barang bukti elektronik 
dilakukan sesuai dengan ketentuan hukum 
acara pidana dalam KUHAP 
7. Dalam Pasal 45 mengenai ketentuan 
pidana tidak ada penambahan pasal. 
 
Ancaman pidana penjara untuk Pasal 
29 paling lama 12 (dua belas) tahun 
dan/atau denda paling 
banyak Rp2.000.000.000,00 (dua 
miliar rupiah). 
Dalam pasal 45 dan Pasal 46 disisipkan 2 
(dua) pasal, yakni Pasal 45A dan Pasal 
45B. 
 
Serta perubahan ancaman pidana penjara 
untuk Pasal 29 dipidanakan menjadi paling 
lama 4 (empat) tahun dan/atau denda 
paling banyak Rp750.000.000,00 (tujuh 
ratus lima puluh juta rupiah) Terdapat pada 
Pasal 45B. 






HASIL PENELITIAN DAN PEMBAHASAN 
A. Pengaturan Kejahatan Carding Dalam Hukum Pidana Indonesia 
Mendasarkan hasil penelitian yang diperoleh dari penulis tindak pidana 
carding tidak terlepas dari suatu kejahatan dimana komputer sebagai alat untuk 
melakukan kejahatan carding tersebut, dimana tindak pidana carding menurut 
Indradi berpendapat bahwa carding merupakan penipuan kartu kredit bila pelaku 
mengetahui nomor kartu kredit seseorang yang masih berlaku, maka pelaku dapat 
membeli barang secara online yang tagihannya dialamatkan pada pemilik asli 
kartu kredit tersebut, sedangkan pelakunya dinamakan carder. 57 Kejahatan 
carding merupakan salah satu jenis kejahatan yang dikenal dengan istilah cyber 
crime. Menurut Widodo, berpendapat bahwa pengertian cyber crime adalah setiap 
aktivitas seseorang, sekelompok orang atau badan hukum yang menggunakan 
komputer sebagai sarana melakukan kejahatan, atau menjadikan komputer sebagai 
sasaran kejahatan, semua kejahatan tersebut adalah bentuk-bentuk perbuatan yang 
bertentangan dengan peraturan perundang-undangan, baik dalam arti melawan 
hukum secara material maupun melawan hukum secara formal.58 
Istilah cyber crime saat ini merujuk pada satu tindakan kejahatan yang 
berhubungan dengan dunia maya (cyber space). Secara umum yang dimaksud 
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dengan kejahatan komputer atau kejahatan di dunia cyber (cyber crime) adalah 
“upaya memasuki dan atau menggunakan fasilitas komputer atau jaringan 
komputer tanpa izin dan dengan melawan hukum dengan atau tanpa menyebabkan 
perubahan dan atau kerusakan pada fasilitas komputer yang dimasuki atau 
digunakan tersebut”. Tindak pidana carding sendiri merupakan salah satu bentuk 
dari kejahatan cyber crime yang terjadi saat ini, akibat dari kemajuan teknologi 
informasi.59 
Dalam tindak pidana ITE yaitu Cyber Crime merupakan kejahatan yang 
berkaitan langsung dengan media elektronik yang dihasilkan oleh jaringan 
komputer dan dapat digunakan sebagai tempat melakukan komunikasi jarak jauh 
secara langsung yaitu online. Kejahatan ini terjadi tanpa adanya tatap muka antara 
pelaku dan korban, seperti halnya kejahatan carding dalam modus penipuan secara 
online, berupa penipuan dalam membeli barang. Terjadinya carding oleh pelaku 
yaitu carder dengan cara memperoleh data atau nomor kartu kredit yang secara 
tidak sah dan melawan hukum dengan memanfaatkan teknologi informasi berupa 
Internet yaitu dengan menggunakan data atau nomor kartu kredit orang lain untuk 
mendapatkan keuntungan sebanyak-banyaknya. Dalam hal ini, di Indonesia cyber 
crime terutama kejahatan carding dapat didefinisikan sebagai perbuatan yang tidak 
sah dan melawan hukum karena dilakukan dengan menggunakan media internet 
yang berbasis pada kecanggihan teknologi komputer dan telekomunikasi yang 
                                                          





mengalami peningkatan sehingga kejahatan tersebut tidak boleh diabaikan. Berikut 
tabel data kejahatan carding dari tahun 2018 sampai dengan tahun 2020 maret: 
Tabel 1 
Data kejahatan cyber crime/carding dari tahun 2018 sampai dengan tahun 2020 
maret. 
No. Keterangan Kasus Salinan Putusan Perkara yang dikenakan Jumlah 
Kasus 
1. Menerapkan pasal 
tentang pencurian 
dalam kasus Carding. 
- Salinan Putusan 
Pengadilan Negeri Cirebon 
No. 155/Pid.Sus/2018/PN 
Cbn 
Tanggal 08 November 
2018 
a.n Miqdad, S.Kom Bin 
Abdul Azis. 
Pasal 46 ayat (2) Jo Pasal 30 
ayat (2) Undang-Undang 
Nomor 19 tahun 2016 
tentang Perubahan Atas 
Undang-Undang Nomor 11 
tahun 2008 tentang Informasi 
dan Transaksi Elektronik 
1 
2 Menerapkan pasal 
tentang pencurian 
dalam kasus Carding 
dengan modus mencuri 
data kartu kredit milik 
orang lain yang 
dilakukan dengan 
kerjasama oleh dua 
orang atau lebih dengan 
bersekutu. 





Tanggal 09 Desember 
2019 
a.n Kingditho Wulanesa 
Mahardika 
 
Pasal 48 ayat (2) Jo Pasal 32 
ayat (2) Undang-Undang 
Nomor 19 tahun 2016 
tentang Perubahan Atas 
Undang-Undang Nomor 11 
tahun 2008 tentang Informasi 
dan Transaksi Elektronik Jo 









Tanggal 23 Juli 2018 
a.n Siswanto Bin So'eb 
dan Sugiyanto Alias 
Sugik Bin Ahmad Toha 
 
Pasal 46 ayat (2) Jo Pasal 30 
ayat (2) Undang-Undang 
Nomor 19 tahun 2016 
tentang Perubahan Atas 
Undang-Undang Nomor 11 
tahun 2008 tentang Informasi 
dan Transaksi Elektronik Jo 












Tanggal 10 Februari 2020 
a.n Hendra Kurniawan 
Dan Prasetio 
Pasal 46 ayat (2) Jo Pasal 30 
ayat (2) Undang-Undang 
Nomor 19 tahun 2016 
tentang Perubahan Atas 
Undang-Undang Nomor 11 
tahun 2008 tentang Informasi 
dan Transaksi Elektronik Jo 
Pasal 55/56 KUHP. 
3. Menerapkan pasal 
tentang penipuan dalam 
kasus Carding dengan 
modus mendapatkan 
data kartu kredit orang 
lain dan melakukan 
transaksi secara online. 





Tanggal 14 Agustus 2019  
a.n Anggi Affiansyah. 
 
Pasal 48 ayat (2) Jo Pasal 32 
ayat (2) Undang-Undang 
Nomor 19 tahun 2016 
tentang Perubahan Atas 
Undang-Undang Nomor 11 
tahun 2008 tentang Informasi 
dan Transaksi Elektronik 
4 





Tanggal 10 Oktober 2019  
a.n Garald Lee. 
 
Pasal 48 ayat (1) Jo Pasal 32 
ayat (1) Undang-Undang 
Nomor 19 tahun 2016 
tentang Perubahan Atas 
Undang-Undang Nomor 11 
tahun 2008 tentang Informasi 











Tanggal 11 Desember 
2019 
a.n Firdaus Rizky 
Louissanda Als David 
Bin Miradi Erbianto 
 
 
Pasal 48 ayat (1) Jo Pasal 32 
ayat (1) Undang-Undang 
Nomor 19 tahun 2016 
tentang Perubahan Atas 
Undang-Undang Nomor 11 
tahun 2008 tentang Informasi 
dan Transaksi Elektronik 
- Salinan Putusan 
Pengadilan Negeri Malang 
No. 597/Pid.Sus/2018/PN 
Mlg 
Tanggal 17 Desember 
2018 
a.n Ferry Piscesa Dwi 
Cahya 
 
Pasal 48 ayat (1) Jo Pasal 32 
ayat (1) Undang-Undang 
Nomor 19 tahun 2016 
tentang Perubahan Atas 
Undang-Undang Nomor 11 
tahun 2008 tentang Informasi 
dan Transaksi Elektronik 
 
 
Sumber data: Direktori Putusan Mahkamah Agung Republik Indonesia 
Dari data tersebut dapat di simpulkan bahwa data kasus Cyber Crime 
khususnya carding pada kurun waktu 3 tahun terakhir yaitu tahun 2018, 2019 dan 
2020 maret.  dari tahun 2018 sampai dengan tahun 2020 maret dengan jumlah 
mencapai 8 kasus. Tingginya jumlah kasus cyber crime khususnya carding terjadi 
ditahun 2019 dan sebagian besar adalah kasus penipuan carding dengan modus  
mendapatkan data kartu kredit milik orang lain untuk bisa bertransaksi secara 
online, kemudian pada tahun 2020 maret kasus kejahatan carding menurun dengan 





Dari sebagian kasus kejahatan Cyber Crime yang merupakan aktivitas 
kejahatan dengan menggunakan fasilitas komputer atau jaringan komputer tanpa 
ijin dan melawan hukum, baik cara mengubahnya atau perusakan pada fasilitas 
komputer yang dimasukinya yang dapat menimbulkan kerugikan terhadap orang 
lain, karena dari itu diperlukannya regulasi atau pengaturan terhadap kejahatan 
cyber crime khususnya yaitu kejahatan carding atau kejahatan yang dikategorikan 
sebagai kejahatan dunia maya dengan menggunakan sarana media elektronik 
internet.  Maka berikut adalah tabel pengaturan kejahatan carding dalam hukum 
pidana Indonesia berdasarkan modus operandinya: 
Tabel 2 
Pengaturan kejahatan carding dalam hukum pidana Indonesia 
No. KUHP Diluar KUHP 
1. Pasal 362 KUHP: Barang 
siapa yang mengambil 
suatu barang, yang 
seluruhnya atau sebagian 
kepunyaan orang lain, 
dengan maksud untuk 
memilikinya secara 
melawan hukum diancam 
karena pencurian dengan 
pidana penjara maksimum 
lima tahun. 
Undang-Undang Nomor 19 tahun 2016 tentang Perubahan 
Atas Undang-Undang Nomor 11 tahun 2008 
tentang Informasi dan Transaksi Elektronik: 
Pasal 30 
1) Setiap Orang dengan sengaja dan tanpa hak atau 
melawan hukum mengakses Komputer dan/atau Sistem 
Elektronik milik Orang lain dengan cara apa pun.  
2) Setiap Orang dengan sengaja dan tanpa hak atau 
melawan hukum mengakses Komputer dan/atau Sistem 
Elektronik dengan cara apa pun dengan tujuan untuk 
memperoleh Informasi Elektronik dan/atau Dokumen 
Elektronik.  
3) Setiap Orang dengan sengaja dan tanpa hak atau 
melawan hukum mengakses Komputer dan/atau Sistem 
Elektronik dengan cara apa pun dengan melanggar, 









1) Setiap Orang yang memenuhi unsur sebagaimana 
dimaksud dalam Pasal 30 ayat (1) dipidana dengan 
pidana penjara paling lama 6 (enam) tahun dan/atau 
denda paling banyak Rp600.000.000,00 (enam ratus juta 
rupiah).  
2) Setiap Orang yang memenuhi unsur sebagaimana 
dimaksud dalam Pasal 30 ayat (2) dipidana dengan 
pidana penjara paling lama 7 (tujuh) tahun dan/atau 
denda paling banyak Rp700.000.000,00 (tujuh ratus juta 
rupiah).  
Setiap Orang yang memenuhi unsur sebagaimana dimaksud 
dalam Pasal 30 ayat (3) dipidana dengan pidana penjara 
paling lama 8 (delapan) tahun dan/atau denda paling banyak 
Rp800.000.000,00 (delapan ratus juta rupiah). 
2. Pasal 363 ayat (1) 
Diancam dengan pidana 
penjara paling lama tujuh 
tahun: 
Ke-4. Pencurian yang 
dilakukan oleh dua orang 
atau lebih dengan 
bersekutu; 
  
Undang-Undang Nomor 19 tahun 2016 tentang Perubahan 
Atas Undang-Undang Nomor 11 tahun 2008 
tentang Informasi dan Transaksi Elektronik: 
 
Pasal 34 
2) Setiap Orang dengan sengaja dan tanpa hak atau 
melawan hukum memproduksi, menjual, mengadakan 
untuk digunakan, mengimpor,mendistribusikan, 
menyediakan, atau memiliki:  
a) perangkat keras atau perangkat lunak Komputer yang 
dirancang atau secara khusus dikembangkan untuk 
memfasilitasi perbuatan sebagaimana dimaksud 
dalam Pasal 27 sampai dengan Pasal 33;  
b) sandi lewat Komputer, Kode Akses, atau hal yang 
sejenis dengan itu yang ditujukan agar Sistem 
Elektronik menjadi dapat diakses dengan tujuan 
memfasilitasi perbuatan sebagaimana dimaksud 
dalam Pasal 27 sampai dengan Pasal 33.  
3) Tindakan sebagaimana dimaksud pada ayat (1) bukan 
tindak pidana jika ditujukan untuk melakukan kegiatan 
penelitian, pengujian Sistem Elektronik, untuk 
perlindungan Sistem Elektronik itu sendiri secara sah 









Setiap Orang yang memenuhi unsur sebagaimana dimaksud 
dalam Pasal 34 ayat (1) dipidana dengan pidana penjara 
paling lama 10 (sepuluh) tahun dan/atau denda paling 
banyak Rp10.000.000.000,00 (sepuluh miliar rupiah). 
 
3. Pasal 378 KUHP: Barang 
siapa dengan maksud 
untuk menguntungkan diri 
sendiri atau orang lain 
dengan melawan hukum, 
dengan memakai nama 
palsu atau martabat palsu, 
dengan tipu muslihat 
ataupun dengan rangkaian 
kebohongan 
menggerakkan orang lain 
untuk menyerahkan 
sesuatu benda kepadanya, 
atau supaya memberi 
hutang maupun 
menghapuskan piutang, 
diancam karena penipuan 
dengan pidana penjara 
paling lama 4 tahun. 
Undang-Undang Nomor 19 tahun 2016 tentang Perubahan 
Atas Undang-Undang Nomor 11 tahun 2008 
tentang Informasi dan Transaksi Elektronik: 
 
Pasal 32 
1) Setiap Orang dengan sengaja dan tanpa hak atau 
melawan hukum dengan cara apa pun mengubah, 
menambah, mengurangi, melakukan transmisi, merusak, 
menghilangkan, memindahkan, menyembunyikan suatu 
Informasi Elektronik dan/atau Dokumen Elektronik milik 
Orang lain atau milik publik.  
2) Setiap Orang dengan sengaja dan tanpa hak atau 
melawan hukum dengan cara apa pun memindahkan atau 
mentransfer Informasi Elektronik dan/atau Dokumen 
Elektronik kepada Sistem Elektronik Orang lain yang 
tidak berhak.  
3) Terhadap perbuatan sebagaimana dimaksud pada ayat (1) 
yang mengakibatkan terbukanya suatu Informasi 
Elektronik dan/atau Dokumen Elektronik yang bersifat 
rahasia menjadi dapat diakses oleh publik dengan 
keutuhan data yang tidak sebagaimana mestinya. 
 
-Pasal 48 
1) Setiap Orang yang memenuhi unsur sebagaimana 
dimaksud dalam Pasal 32 ayat (1) dipidana dengan 
pidana penjara paling lama 8 (delapan) tahun dan/atau 
denda paling banyak Rp2.000.000.000,00 (dua miliar 
rupiah).  
2) Setiap Orang yang memenuhi unsur sebagaimana 
dimaksud dalam Pasal 32 ayat (2) dipidana dengan 
pidana penjara paling lama 9 (sembilan) tahun dan/atau 
denda paling banyak Rp3.000.000.000,00 (tiga miliar 
rupiah).  
3) Setiap Orang yang memenuhi unsur sebagaimana 





pidana penjara paling lama 10 (sepuluh) tahun dan/atau 
denda paling banyak Rp5.000.000.000,00 (lima miliar 
rupiah). 
-Pasal 35 
Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum melakukan manipulasi, penciptaan, perubahan, 
penghilangan, pengrusakan Informasi Elektronik dan/atau 
Dokumen Elektronik dengan tujuan agar Informasi 
Elektronik dan/atau Dokumen Elektronik tersebut dianggap 
seolah-olah data yang otentik.  
 
-Pasal 51 ayat (1) 
Setiap orang yang memenuhi unsur sebagaimana yang 
dimaksud dalam pasal 35 dipidana dengan pidana penjara 
paling lama 12 (dua belas) tahun dan/atau didenda paling 
banyak Rp12.000.000.000,00 (dua belas miliar rupiah) 
 
 
Kemudian sebelum adanya Undang-Undang Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik yang dipakai adalah Undang-Undang Nomor 
36 Tahun 1999 tentang Telekomunikasi yaitu Menurut Pasal 1 angka (1) Undang - 
Undang Nomor 36 Tahun 1999, Telekomunikasi adalah setiap pemancaran, 
pengiriman, dan/atau penerimaan dan setiap informasi dalam bentuk tanda-tanda, 
isyarat, tulisan, gambar, suara, dan bunyi melalui sistem kawat, optik, radio, atau 
sistem elektromagnetik lainnya. Dari definisi tersebut, maka Internet dan segala 
fasilitas yang dimilikinya merupakan salah satu bentuk alat komunikasi karena 
dapat mengirimkan dan menerima setiap informasi dalam bentuk gambar, suara 
maupun film dengan sistem elektromagnetik. Penyalahgunaan Internet yang 
mengganggu ketertiban umum atau pribadi dapat dikenakan sanksi dengan 





sistem jaringan milik orang lain sebagaimana diatur pada Pasal 22, yaitu Setiap 
orang dilarang melakukan perbuatan tanpa hak, tidak sah, atau memanipulasi:  
1. Akses ke jaringan telekomunikasi  
2. Akses ke jasa telekomunikasi  
3. Akses ke jaringan telekomunikasi khusus 
Apabila terdapat kejahatan yang melakukan hal tersebut maka dapat 
dikenakan Pasal 50 yang berbunyi “Barang siapa yang melanggar ketentuan 
sebagaimana dimaksud dalam Pasal 22, dipidana dengan pidana penjara paling 
lama 6 (enam) tahun dan/atau denda paling banyak Rp600.000.000,00 (enam ratus 
juta rupiah)” 
Jadi Undang-Undang yang dipakai saat ini dalam mengatur tentang kejahatan 
cyber crime adalah Undang-Undang Nomor 19 tahun 2016 tentang Perubahan 
Atas Undang-Undang Nomor 11 tahun 2008 tentang Informasi dan Transaksi 
Elektronik, karena dengan semakin pesatnya perkembangan teknologi informasi, 
maka perlu kiranya diperhatikan upaya penyempurnaan dan perbaikan Kitab 
Undang-Undang Hukum Pidana Nasional, yaitu:60 
1. Semakin maraknya kejahatan-kejahatan baru yang timbul sebagai akibat 
dari kemajuan teknologi informasi (cyber crime), maka alat bukti yang 
diperlukan harus sesuai dengan perkembangan ilmu pengetahuan dan 
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teknologi (IPTEK), baik dengan penambahan alat bukti lain yang berbasis 
teknologi, seperti alat bukti berupa surat elektronik (electronic mail) dan 
rekaman elektronik.  
2. Salah satu ciri kejahatan di dunia maya (cyber crime) adalah 
memanfaatkan jaringan telematika (telekomunikasi, media dan 
informatika) global. Aspek global menimbulkan kondisi seakan-akan 
dunia tidak ada batasnya (borderless) keadaan ini mengakibatkan pelaku, 
korban serta tempat dilakukannya tindak pidana (locus delicti) terjadi 
dinegara yang berbeda-beda. Oleh karena itu, untuk mengantisipasi hal 
tersebut maka pemberlakuan Kitab Undang-Undang Hukum Pidana harus 
diperluas. 
3. Untuk merumuskan dan menentukan perbuatan-perbuatan yang dapat 
dikenai sanksi pidana dalam dunia yang relative baru dan bergerak cepat, 
tentu bukan merupakan pekerjaan yang mudah. Oleh karena itu, untuk 
menjerat pelaku yang melakukan kejahatan-kejahatan di dunia maya 
(cyber crime), dapat digunakan lembaga penafsiran hukum (interpretasi). 
Hal ini dimaksudkan untuk menghindarkan timbulnya kekosongan hukum. 
Jadi kesimpulannya adalah upaya pengaturan dalam menangani kasus 
kejahatan dunia maya khususnya kejahatan carding, terdapat beberapa pasal dalam 
KUHP yang mengkriminalisasi cyber crime dengan menggunakan metode 





pasal-pasal yang dapat dikenakan dalam KUHP yang mengkriminalisasi terhadap 
kejahatan dunia mayantara khususnya kejahatan carding di antaranya adalah Pasal 
362 untuk kasus carding dimana pelaku mencuri kartu kredit milik orang lain 
walaupun tidak secara fisik karena hanya nomor kartunya saja yang diambil 
dengan menggunakan software card generator di internet untuk mendapatkan 
keuntungan sebanyak-banyaknya. Lalu pada Pasal 363 ayat (1) angka Ke-4 sama 
seperti pasal 362 tentang pencurian akan tetapi pencurian dengan dilakukannya 
oleh dua orang atau lebih dengan bersekutu. Pasal 378 untuk kasus carding 
dimana pelaku melakukan penipuan dengan seolah-olah membeli suatu produk 
atau barang di internet dengan menggunakan data atau identitas kartu kredit milik 
orang lain yang tagihannya dialamatkan langsung kepada pemilik asli kartu 
tersebut untuk melakukan transaksi di e-commerce.  
Kemudian adapun pasal-pasal yang dapat dikenakan dalam Undang-Undang 
Nomor 19 tahun 2016 tentang Perubahan Atas Undang-Undang Nomor 11 tahun 
2008 tentang Informasi dan Transaksi Elektronik yang mengatur tindak pidana 
carding berdasarkan modus operandi dari kejahatan carding tersebut adalah pada 
Pasal 30 jo Pasal 46 sebagai pasal tentang pencurian dalam kasus Carding, Pasal 
34 ayat (1) jo Pasal 50 sebagai pasal tentang pencurian dalam kasus Carding 
dengan modus mencuri data kartu kredit milik orang lain yang dilakukan dengan 





32 jo Pasal 48 sebagai pasal tentang penipuan dalam kasus Carding dengan modus 
mendapatkan data kartu kredit orang lain dan melakukan transaksi secara online. 
Di Indonesia, pengaturan mengenai tindak pidana carding diatur menurut 
modus operandinya dalam undang-undang khusus diluar KUHP yaitu Undang-
Undang ITE sebagai lex spesialis yang menjelaskan sebagai berikut: 
1. Lex Spesialis 
Adanya suatu lex spesialis mengenai kejahatan carding menjadi suatu 
keharusan yang mendesak tersendiri mengingat tindak pidana ini tidak dapat 
disamakan begitu saja dengan kejahatan konvensional lainnya yang secara 
umum dilakukan didunia nyata karena hal ini harus bisa membutuhkan suatu 
penafsiran hukum yang komprehensif. Dapat dikatakan bahwa kegiatan yang 
dilakukan dalam ruang cyber merupakan kegiatan yang bersifat virtual 
(seolah-olah nyata), dan alat buktinya bersifat elektronik, namun dampaknya 
sangat nyata. Oleh karena itu ditetapkanlah undang-undang di luar KUHP 
yaitu Undang-Undang ITE, yang menjelaskan ditegaskannya yaitu “suatu 
kegiatan yang melalui media sistem elektronik, yang disebut juga ruang siber 
(cyber space)”, meskipun kegiatannya yang bersifat virtual dapat 
dikatagorikan sebagai tindakan atau suatu perbuatan hukum yang nyata.61 Hal 
yang patut dicermati dalam Undang-Undang ITE yaitu bahwa pengaturan 
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mengenai kejahatan carding diatur berdasarkan tindakan yang dilakukan atau 
perbuatan atas modus operandi dari tindak pidana yang dilakukannya sebab 
semakin maraknya kejahatan-kejahatan baru yang timbul sebagai akibat dari 
kemajuan teknologi informasi, mulai dari penipuan penjualan barang, 
penipuan dengan memalsukan alamat email, penipuan lewat penanaman 
saham, membajak ATM nasabah hingga memanipulasi data kartu kredit agar 
dapat dibobol dan mendapatkan keuntungan sebanyak mungkin.  
2. Bentuk-bentuk atau jenis-jenis kejahatan carding 
Kejahatan cyber crime khususnya carding dapat dibagi dalam beberapa 
bentuk atau jenis kejahatan carding. Debra L.Shinder misalnya membuat 
kategorisasi cybercrime berdasarkan cara kejahatan dilakukan: Pertama, 
kejahatan dilakukan dengan kekerasan atau pelaku secara potensial melakukan 
kejahatan dengan kekerasan (crimes committed by violent or potentially 
violent criminals) dan Kedua, kejahatan dilakukan tanpa kekerasan (non 
violent crimes). Karena kejahatan carding lebih di khususkan tanpa 
melakukan kekerasan bahkan tidak secara fisik untuk bisa menjalankannya 
maka carding adalah kejahatan yang termasuk kategori kedua yaitu kejahatan 
dilakukan tanpa kekerasan. Berikut adalah bentuk-bentuk atau jenis-jenis 
kejahatan carding antara lain: 62 
                                                          





a. Cyber trespass kejahatan mengakses komputer atau jaringan komputer 
tanpa menyalahgunakan atau merusak data.  
b. Cyber theft merupakan kejahatan untuk mencuri informasi, uang atau 
sesuatu yang mempunyai nilai. Keuntungan merupakan motivasi dari 
pelaku melakukan cyber theft.  
c. Cyber fraud penipuan melalui internet berbeda dengan pencurian. Dalam 
cyber fraud korban mengetahui dan secara sukarela memberikan 
uangnya kepada pelaku kejahatan.  
d. Destructive cybercrimes merusak atau menghancurkan data atau jaringan 
pelayanan. Misalnya meretas ke dalam jaringan dan menghapus data atau 
file program, meretas ke dalam server web dan merusak halaman web. 
Adapun jenis-jenis carding adalah sebagai berikut: 63 
a. Misus (compromise) of card data, yaitu berupa penyalahgunaan kartu 
kredit yang tidak di presentasikan. 
b. Counterfeiting, yaitu pemalsuan kartu kredit. Kartu palsu sudah di ubah 
sedemikian rupa menyerupai kartu asli. Carding jenis ini dilakukan oleh 
perorangan sampai sindikat pemalsu kartu kredit yang memiliki jaringan 
luas, dana besar dan didukung oleh keahlian tertentu. Perkembangan 
Counterfeiting saat ini telah menggunakan software tertentu yang 
                                                          






tersedia secara umum di situs-situs tertentu (creditmaster, credit probe) 
untuk menghasilkan nomor-nomor kartu kredit serta dengan 
menggunakan mesin atau terminal yang dan telepon genggam untuk 
mengecek keabsahan nomor-nomot tersebut. Selain itu, counterfeiting 
juga menggunakan skimming device yang berukuran kecil untuk 
mengkloning data yang tertera di magnetik stripe kartu kredit asli dan 
menggunakan peralatan-peralatan untuk meng-intercept jaringan 
telekomunikasi serta menggunakan terminal implants.  
c. Wire tapping, yaitu penyadapan transaksi kartu kredit melalui jaringan 
komunnikasi. Dengan sistem ini jumlah data yang didapat sangat 
banyak, jumlah kerugian yang tinggi dan sampai saat ini belum ada 
buktinya di indonesia.  
d. Pissing, yaitu penyadapan melalui situs website agar personal data 
nasabah dapat dicuri. 
Dalam penelitian tersebut penulis berfokus pada pengaturan kejahatan carding 
yaitu KUHP yang mengkriminalisasi cyber crime dengan menggunakan metode 
interpretasi ekstensif  yaitu dengan belum mampu menjerat pelaku terhadap tindak 
pidana yang dilakukan di dunia maya dan dalam masalah pembuktiannya, karena 
hukum positif Indonesia yaitu mengharuskan adanya suatu alat bukti, saksi dan 
keterangan ahli serta terdakwa dalam pembuktian, sedangkan dalam hal kejahatan 





sebelumnya tidak memperluas pengertian-pengertian yang terkait dalam kegiatan-
kegiatan yang dilakukan di cyber space maka ketiadaan undang-undang yang 
menjadi penyebab tidak dapat dihukumnya pelaku terhadap kejahatan yang 
dilakukannya tidak dapat dibiarkan berlarut-larut, karena apabila hal ini tidak 
segera diselesaikan akan menimbulkan suatu keresahan di masyarakat. 
Dengan memperhatikan hal-hal sebagaimana dikemukakan diatas nampak 
jelas bahwa kebutuhan perundang-undangan baru (Undang-Undang ITE) yang 
mengatur mengenai kejahatan di dunia maya (cyber crime) sudah sangat 
dibutuhkan, dimana perubahan terhadap hukum pidana Indonesia berkaitan dengan 
munculnya kemajuan teknologi informasi. 
Di Indonesia, kejahatan carding sebagai bentuk cyber crime berdasarkan 
modus operandi yaitu salah satu yang dikategorikan sebagai kejahatan penipuan, 
yang dimana pengertian penipuan menurut hukum dalam pasal 378 KUHP yaitu: 
“Barang siapa dengan maksud untuk menguntungkan diri sendiri atau orang lain 
secara melawan hukum, dengan memakai nama palsu atau martabat palsu, dengan 
tipu muslihat, ataupun rangkaian kebohongan, menggerakkan orang lain untuk 
menyerahkan barang sesuatu kepadanya, atau supaya memberi utang maupun 
menghapuskan piutang diancam karena penipuan dengan pidana penjara paling 





Untuk menangani kasus kejahatan carding diterapkan pada Pasal 378 KUHP 
yang dikenakan untuk kasus carding yaitu dimana pelaku melakukan penipuan 
dengan menggunakan data atau identitas milik orang lain untuk bisa mendapatkan 
keuntungan dari kartu kredit milik orang lain untuk bisa dibelanjakan secara online 
dalam melakukan transaksi di e-commerce.  
Kemudian setelah adanya kebijakan dalam pengaturan tindak pidana carding 
terdapat di dalam Undang-Undang Nomor 19 tahun 2016 tentang Perubahan Atas 
Undang-Undang Nomor 11 tahun 2008 tentang Informasi dan Transaksi 
Elektronik yaitu yang berkaitan dengan perbuatan menggunakan dan atau 
mengakses kartu kredit orang lain secara tanpa hak. Ketentuan tersebut terdapat 
dalam Pasal 35 Undang-Undang Nomor 19 tahun 2016 tentang Perubahan Atas 
Undang-Undang Nomor 11 tahun 2008 tentang Informasi dan Transaksi 
Elektronik hanya dapat menjangkau pelanggaran pemalsuan data kartu kredit pada 
tahapan card embossing and encoding. Tidak semua modus operandi dalam 
tahapan tersebut dapat terjangkau, karena ketentuan Pasal 35 jo Pasal 51 ayat (1)  
Undang-Undang Nomor 19 tahun 2016 tentang Perubahan Atas Undang-Undang 
Nomor 11 tahun 2008 tentang Informasi dan Transaksi Elektronik hanya mengatur 
perbuatan yang dilakukan oleh orang yang menggunakan kartu kredit tetapi tidak 
termasuk pedagang yang juga dapat menjadi pelaku tindak pidana carding.64 
                                                          





Dalam penjelasan unsur-unsur Pasal 35 Undang-Undang  ITE menjelaskan, Setiap 
orang dilarang dengan sengaja dan melawan hukum: 
a. Menggunakan dan atau mengakses komputer dan atau sistem 
elektronik secara tanpa hak dengan maksud memperoleh informasi 
data keuangan dari lembaga perbankan atau lembaga keuangan, 
penerbit kartu kredit, atau kartu pembayaran atau yang mengandung 
data laporan nasabahnya. 
b. Menggunakan dan atau mengakses dengan cara apapun kartu kredit 
atau kartu pembayaran milik orang lain secara tanpa hak dalam 
transaksi elektronik untuk memperoleh keuntungan. 
Terjadinya carding oleh pelaku (carder) dengan cara memperoleh data kartu 
kredit secara tidak sah dengan memanfaatkan teknologi informasi (Internet) yaitu 
menggunakan nomor kartu kredit orang lain untuk melakukan pemesanan barang 
secara online. Komunikasi awalnya dibangun melalui e-mail untuk menanyakan 
kondisi barang dan melakukan transaksi. Setelah terjadi kesepakatan, pelaku 
memberikan nomor kartu kreditnya dan penjual mengirimkan barangnya. Carding 
sendiri merupakan tindakan pidana yang bersifat illegal interception, dan 
kemudian menggunakan nomor kartu kredit tanpa kehadiran fisik kartunya untuk 





authentication yang digunakan dalam memastikan identitas pemesanan barang di 
toko online.65 
Permasalahan hukum yang seringkali dihadapi dalam kejahatan carding yaitu 
ketika terkait dengan penyampaian informasi, pengaturan, komunikasi, dan 
transaksi secara elektronik, khususnya dalam pembuktian hal yang terkait dengan 
perbuatan hukum yang dilaksanakan melalui sistem elektronik. Carding sendiri 
merupakan bagian cyber crime dalam transaksi online yang menggunakan sarana 
internet sebagai basis transaksi khususnya sistem layanan online. Jadi sejauh ini 
kasus carding di Indonesia baru bisa diatasi dengan pasal 378 dalam KUHP dan 
Pasal 51 ayat (1) jo Pasal 35 atau Pasal 48 jo Pasal 32  dalam Undang-Undang 
ITE.  
Menurut G. P. Hoefnagels, mengemukakan bahwa “sanksi dalam hukum 
pidana adalah semua reaksi terhadap pelanggar hukum yang ditentukan oleh 
undang-undang dimulai dari penahanan tersangka dan penuntutan terdakwa 
sampai pada penjatuhan vonis oleh hakim”. Ini berarti penetapan sanksi dalam 
hukum pidana merupakan suatu rangkaian kebijakan dalam suatu sistem 
pemidanaan.66 
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Berkaitan dengan itu, terdapat beberapa teori mengenai tujuan pemidanaan 
atau pemberian sanksi pidana yang umum diterima dalam hukum pidana, yaitu: 
1. Teori Absolut/Pembalasan 
Berdasarkan teori ini, pemidanaan merupakan pembalasan secara absolut 
atas kesalahan yang telah dilakukan, yang berorientasi pada perbuatan dan 
terjadinya kejahatan itu sendiri. Oleh karena itu teori ini disebut juga dengan 
Teori Pembalasan.67 Melalui teori ini dapat diketahui bahwa pemidanaan 
diberikan karena orang melakukan kejahatan (quia peccatum) dan bukan 
untuk mencapai tujuan yang lain. Dengan demikian, pemidanaan merupakan 
suatu retribusi yang adil bagi kerugian yang sudah diakibatkan. Adapun 
pembagian yang lain mengenai teori ini yaitu: Pertama, teori pembalasan 
yang objektif, yaitu berorientasi pada pemenuhan kepuasan dari perasaan 
dendam dari masyarakat; Kedua, teori pembalasan yang subjektif, yaitu 
berorientasi pada pembuat kejahatan, dimana kesalahan pembuat kejahatanlah 
yang harus mendapat balasan.68 
2. Teori Relatif 
Teori ini mendasarkan pandangan mengenai maksud atau tujuan dari 
pemidanaan yaitu untuk perlindungan masyarakat dan pencegahan terjadinya 
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kejahatan. Pemidanaan dilakukan supaya orang jangan melakukan kejahatan. 
Adapun teori ini terbagi yaitu: Pertama, teori Prevensi Umum yaitu 
pencegahan ditujukan kepada masyarakat pada umumnya, untuk menciptakan 
tekanan jiwa sehingga masyarakat takut untuk melakukan kejahatan. Dengan 
kata lain, pemidanaan diberikan dengan tujuan menakuti melalui hukuman 
yang berat. Termasuk dalam teori ini ialah pemidanaan ditujukan untuk 
melindungi masyarakat terhadap perbuatan-perbuatan jahat melalui 
pengasingan terhadap penjahat; Kedua, teori Prevensi Khusus yaitu 
pencegahan ditujukan kepada orang yang melakukan kejahatan supaya tidak 
lagi melakukan kejahatan. Dalam teori ini terdapat unsur reparasi atau 
memperbaiki pribadi penjahat.69 
3. Teori Integratif/Penyatuan 
Termasuk dalam kelompok ini ialah pandangan Grotius yang mengatakan 
bahwa secara kodrat, siapapun yang melakukan kejahatan akan terkena derita, 
namun dalam menetapkan berat ringannya derita yang dikenakan tergantung 
pada kemanfaatan sosial.70 
Jadi dalam kaitannya dengan tindak pidana kejahatan carding di Indonesia, 
sanksi yang di tetapkan terhadap terdakwa didasarkan pada Undang-Undang ITE 
sebagai lex specialis. Meskipun demikian tidak tertutup kemungkinan dapat juga 
                                                          
      69 Frans Maramis, Hukum Pidana Umum dan Tertulis di Indonesia, Jakarta: RajaGrafindo Persada, 
2013, hlm. 20. 





digunakan KUHP sebagai lex generais, tergantung pada penilaian hakim terhadap 
fakta persidangan dan alat bukti yang dihadirkan. Khusus untuk Undang-Undang 
ITE, sanksi pidana yang ditekankan ialah sanksi pidana penjara dan pidana denda, 
sebagaimana yang ditegaskan dalam Pasal 45 – Pasal 52 dari Undang-Undang ITE 
tersebut. Dalam pasal-pasal tersebut, pidana penjara yang ditetapkan rata-rata 
mencapai 4-12 tahun, sedangkan pidana denda ditetapkan dari angka 600 juta 
hingga mencapai 12 milyar. 
Menurut hemat penulis, dari pengaturan sanksi pidana terhadap tindak pidana 
carding di Indonesia sangat menekankan teori absolut/pembalasan. Karena dari 
teori absolut/pembalasan ini menekankan aspek retribusi yang adil terhadap 
pelaku tindak pidana carding yang dilakukannya karena kerugian yang terjadi. 
Selain itu, tersirat juga adanya pembalasan dendam masyarakat terhadap pelaku 
tindak pidana carding yaitu carder/hacker. Meskipun demikian, dalam mekanisme 
teori absolut/pembalasan terdapat suatu upaya untuk melindungi masyarakat dari 
kejahatan carding, sekaligus untuk mencegah terjadinya kejahatan yang serupa di 
kemudian hari. 
Penerapan sanksi pidana yang menekankan sisi pembalasan đalam pidana 
penjara dan denda yang diatur oleh Undang-Undang ITE menunjukkan bahwa 
pemidanaan di Indonesia (carding) sama sekali tidak memperhatikan aspek kuratif 
terhadap pelaku tindak pidana. Hukum pidana diciptakan untuk mengembalikan 





Untuk mengembalikan keadaan masyarakat yang aman, hukum pidana harus 
memperhatikan semua aspek yang terlibat dalam satu tindak pidana, khususnya 
korhan, pelaku, dan masyarakat secara keseluruhan. Dengan demikian, penerapan 
suatu sanksi pidana yang berlatar belakang pembalasan sebagaimana diatur dalam 
Undang-Undang ITE, tidak akan mampu mengembalikan situasi masyarakat yang 
harmoni dan seimbang apabila aspek penyembuhan terhadap pelaku tindak pidana 
carding tidak diperhatikan. 
Jadi yang diharapkannya dari pengaturan mengenai sanksi pidana dalam 
Undang-Undang ITE, harus menekankan juga sanksi tindakan (maatregel). Sanksi 
tindakan yang diterapkan dalam hukum pidana terfokus pada aspek kuratif atau 
penyembuhan pelaku, yaitu agar pelaku dapat berubah dari suatu perbuatannya 
yang jahat menuju kepribadian yang bermanfaat bagi masyarakat. Penulis 
berpendapat bahwa pada suatu sanksi tindakan dapat menekankan suatu aspek 
pembelajaran yang positif terhadap sisi ilmiah/keilmuan dari para pelaku kejahatan 
carding dapat di didik dan bisa mempelajari lebih lanjut secara positif untuk bisa 
dapat mengembangkan kemampuannya yang sewaktu-waktu bisa dapat digunakan 
oleh penegak hukum dan pihak perbankan untuk membantu mengungkap dan 
menyelesaikan masalah kejahatan cyber crime atau kejahatan carding di masa 






B. Upaya Penanggulangan Terhadap Kejahatan Carding 
Untuk mencegah merajalelanya tindakan yang termasuk kategori cyber crime, 
pemerintah bersama aparatur penegak hukum perlu segera melakukan tindakan-
tindakan penanggulangan dan penegakan hukum yaitu dengan mensosialisasikan, 
merealisasikan dan mengimplementasikan berbagai peraturan dan perundang-
undangan yang telah ada seperti dalam Undang-Undang Nomor 19 tahun 2016 
tentang Perubahan Atas Undang-Undang Nomor 11 tahun 2008 tentang Informasi 
dan Transaksi Elektronik untuk menjerat para pelaku kejahatan cyber crime. 
Sebelum munculnya Undang-Undang ITE, untuk menjerat pelaku cyber crime, 
dipakai undang-undang yang bersifat khusus dan ketentuan-ketentuan yang 
bersifat umum, seperti: Undang-Undang Nomor 36 Tahun 1999 tentang 
Telekomunikasi dan Kitab Undang-Undang Hukum Pidana.71 
Carder/hacker adalah sebagai pelaku carding untuk melakukan kejahatan 
yaitu dengan cara mencoba masuk ke dalam jaringan komputer untuk 
mendapatkan data-data untuk di lakukannya kejahatan carding, dengan demikian 
ada 2 cara dalam mengamankan jaringan komputer untuk menanggulangi 
kejahatan carding yaitu: 72 
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1. Pengamanan Software Jaringan Komputer 
Langkah-langkah yang dapat dilakukan adalah: 
a. Mengatur akses (acces control) melalui mekanisme 
authentication dengan menggunakan password.  
b. Firewall, program yang merupakan sebuah perangkat yang 
diletakkan antara internet dengan jaringan internal yang 
berfungsi untuk menjaga agar akses ke dalam maupun keluar 
dari orang yang tidak berwenang tidak dapat dilakukan.  
c. Intruder Detection System (IDS), diantaranya adalah Autobase, 
mendeteksi probing dengan memonitor log file.  
d. Backup rutin, untuk cadangan manakala sistem kita berhasil 
dimasuki pihak lain. 
2. Pengamanan Hardware  
Yaitu dengan cara menggunakan penguncian komputer. 
Kemudian untuk mengamankan jaringan komputer adapula upaya lain dalam 
menerapkan sanksi pidana terhadap pelaku tindak pidana carding yaitu perlu 





terjadinya kejahatan tersebut, upaya-upaya penanggulangannya dapat dilakukan 
dengan cara berikut yaitu: 73 
1. Upaya penangulangan kejahatan carding yang bersifat penal 
Upaya penanggulangan tindak pidana carding yang menggunakan sarana 
Penal merupakan upaya hukum yang bersifat represif yaitu segala tindakan 
yang dilakukan oleh aparatur penegak hukum sesudah terjadinya tindakan 
pidana. kebijakan hukum dalam menanggulangi kejahatan antara lain dengan 
menggunakan hukum pidana atau undang-undang, yang menitikberatkan pada 
penindakan dan pemberantasan kejahatan yang terjadi. Tindak pidana carding 
akan diproses melalui mekanisme hukum yang berlaku. Jajaran kepolisian 
berkoordinasi dengan instansi terkait untuk mengungkapkan tindak pidana 
carding, tetapi harus sesuai dengan fakta atau hasil penyidikan dan 
penyelidikan. Berkaitan dengan hal tersebut diatas dalam pelaksanaan tugas 
penyelidikan dan penyidikan jajaran kepolisian mengadakan koordinasi 
dengan aparat penegak hukum lainnya, misalnya Kejaksaan mengadakan 
tuntutan sesuai dengan pasal yang didakwakan sampai pada pemberian sanksi 
kepada pelaku yang terbukti secara sah dan menyakinkan melakukan tindak 
pidana.  
                                                          





Tindakan represif juga disebutkan sebagai pencegahan khusus, yaitu 
suatu usaha untuk menekankan jumlah kejahatan dengan memberikan 
hukuman (pidana) terhadap pelaku kejahatan dan beruasaha pula melakukan 
perbuatan dengan jalan memerbaiki si pelaku yang berbuat kejahatan. Jadi 
lembaga permasyarakatan bukan hanya tempat untuk mendidik narapidana 
untuk tidak lagi menjadi jahat atau melakukan kejahatan yang pernah 
dilakukan melainkan juga membuat pelaku bermanfaat bagi masyarakat di 
masa yang akan datang. 74 
2. Upaya penangulangan kejahatan carding yang bersifat non penal 
Upaya penanggulangan tindak pidana carding yang menggunakan sarana 
Non Penal merupakan upaya hukum yang bersifat preventif adalah segala 
upaya yang dilakukan untuk memperkecil ruang gerak serta kesempatan 
dilakukannya tindak pidana carding. Upaya ini meliputi kegiatan penyuluhan 
kepada masyarakat mengenai tindak pidana carding khususnya dan cyber 
crime pada umumnya sehingga masyarakat dapat mengetahui secara luas, 
kemudian patroli/razia di warung-warung internet, dan mengadakan 
koordinasi dengan instansi terkait dan masyarakat. 
Masalah penegakan hukum tidak hanya menyangkut tindakan-tindakan 
apabila telah terjadi tindak pidana atau adanya dugaan telah terjadi tindak 
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pidana akan tetapi juga meliputi kegiatan menjaga kemungkinan akan 
terjadinya tindak pidana yang secara umum dapat disebut dengan prevensi 
dari kejahatan. Terhadap penanggulangan tindak pidana carding dilakukan 
melalui: 
a. Penyuluhan Hukum  
Kegiatan penyuluhan hukum yang dilakukan secara berkelanjutan, 
kegiatan ini dilaksanakan dengan tujuan untuk meningkatkan kesadaran 
hukum masyarakat, sehingga diharapkan timbulnya kesadaran pada 
masyarakat untuk melaporkan kepada pihak yang berwajib apabila 
adanya kecurigaan, indikasi, atau telah menjadi korban terjadinya tindak 
pidana carding. Kegiatan penyuluhan yang dilakukan dalam 
menanggulangi tindak pidana carding dapat dilakukan dengan cara 
seminar kesadaran hukum, penyebaran pamflet atau brosur mengenai 
tindak pidana carding, karena masyarakat pada umumnya kurang 
mengetahui mengenai keberadaan dan dampak dari tindak pidana 
carding itu sendiri. 
b. Kegiatan Patroli 
Patroli adalah salah satu kegiatan kepolisian yang oleh dilakukan dua 
personal atau lebih dari prajurit sebagai upaya mencegah bertemunya niat 





mengawasi memperhatikan situasi dan kondisi yang diperkirakan akan 
menimbulkan segala bentuk gangguan keamanan dan ketertiban 
masyarakat (baik kejahatan maupun pelanggaran) serta menuntut 
kehadiran Polri untuk melakukan tindakan-tindakan kepolisian guna 
memelihara ketertiban dan keamanan masyarakat. Kegiatan patroli 
dilakukan pada tempat-tempat tertentu yang mungkin diindikasikan telah 
terjadinya tindak pidana carding, seperti pada warung-warung internet. 
Hal ini dilakukan untuk mencegah dan menekan seminimal mungkin 
timbulnya potensi-potensi terjadinya tindak pidana carding. 
c. Mengadakan Koordinasi  
Mengadakan koordinasi dengan instansi terkait dan masyarakat 
dalam upaya penanggulangan kejahatan tidak hanya dilakukan oleh 
jajaran Kepolisian saja, Kepolisian juga mengadakan kerja sama dengan 
pihak terkait seperti perbankan dan masyarakat. Kerjasama dilakukan 
dengan tujuan memberdayakan kesatuan masyarakat dan aparat dalam 
menanggulangi terjadinya tindak pidana carding adalah didasari 
pemikiran bahwa dengan adanya peran serta masyarakat tersebut dapat 
memberikan informasi kepada petugas mengenai tindak pidana carding 





Kemudian upaya penanggulangan kejahatan yang sebaik-baiknya 
harus memenuhi persyaratan sebagai berikut: 75 
1) Sistem dan perasi kepolisian yang baik. 
2) Peradilan yang efektif. 
3) Hukum dan perundang-undangan yang berwibawa. 
4) Koordinasi antar penegak hukum dan aparatur pemerintah 
yang serasi. 
5) Partisipasi masyarakat dalam penanggulangan kejahatan. 
6) Pegawasan dan kesiagaan terhadap kemungkinan timbulnya 
kejahatan. 
7) Pembinaan organisasi kemasyarakatan. 
Dalam upaya penanggulangan kejahatan carding ada pula juga     
faktor-faktor penghambat dalam penanggulangan kejahatan carding pada 
transaksi online:76 
1. Penegak hukum yang dinilai masih banyak yang belum memahami 
teknologi sehingga proses penyidikan sedikit terkendala. 
2. Sarana dan prasarana yang belum memadai dalam menunjang 
kinerja kepolisian dalam melakukan penyidikan terutama belum 
adanya komputer forensik untuk mengungkap data-data digital 
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serta merekam dan menyimpan bukti-bukti berupa soft copy 
(image, program). Dalam hal ini Polri masih belum mempunyai 
fasilitas forensic computing yang memadai.  
3. Minimnya kesadaran masyarakat akan pentingnya perlindungan 
privasi kartu kredit sehingga hal ini menimbulkan celah kejahatan 
bagi pelaku. 
4. Kemudahan yang di tawarkan oleh perkembangan teknologi 
membuat banyak orang meninggalkan kebudayaan asli mereka 
karna dianggap tidak praktis dan tidak bisa mengikuti 
perkembangan zaman. 
Jadi kesimpulan dari usaha untuk menanggulangi kejahatan yaitu mempunyai 
dua cara yaitu tindakan reprensif (usaha sesudah terjadinya kejahatan) dan 
preventif (mencegah sebelum terjadinya kejahatan). Pertama upaya 
penanggulangan secara penal merupakan upaya penanggulangan yang lebih 
menitikberatkan pada tindakan yang dilakukan sesudah kejahatan terjadi dengan 
penegakan hukum dan penjatuhan hukuman terhadap kejahatan yang telah 
dilakukan. Selain itu, melalui upaya penal ini, tindakan yang dilakukan dalam 
rangka menanggulangi kejahatan sampai pada tindakan pembinaan maupun 
rehabilitasi terhadap pelaku kejahatan. Kedua upaya penanggulangan secara non 
penal ini bersifat dapat menciptakan adanya suatu kerjasama sebagai perwujudan 





dimana dilakukan sebelum kejahatan itu terjadi, sehingga upaya ini lebih dikenal 
dengan upaya yang sifatnya preventif atau pencegahan. Hal ini seharusnya lebih 
diutamakan daripada upaya yang sifatnya reprensif. Hal ini sangat penting untuk 
meningkatkan upaya pencegahan dini terhadap kemungkinan terjadinya potensi 
suatu gangguan keamanan dan ketertiban umum serta pelayanan masyarakat. 
Berdasarkan uraian di atas dapat dianalisis upaya penanggulangan hukum 
terhadap kajahatan carding tersebut di atas, maka berdasarkan teori volgeist yang 
dikembangkan oleh Friedrich Carl von Savigny yang mengatakan bahwa hukum 
itu tidak dibuat melainkan tumbuh dan berkembang bersama-sama masyarakat, 
artinya masyarakat itu sendiri yang memaksa negara untuk membuat hukum 
sehingga terwujud tujuan hukum demi menjamin keseimbangan dalam hubungan 
didalam masyarakat.77  
Sehubungan dengan teori volgeist maka terkait dengan penegakan hukum 
terhadap tindak pidana carding maka digunakan sistem peradilan pidana yang 
berlaku di Indonesia. Tindak pidana carding merupakan suatu kejahatan penipuan 
yang mana proses penerapan sanksinya digunakan Pasal 378 KUHP tentang 
penipuan, karena kejahatan carding tersebut merupakan suatu kejahatan yang 
mengandung unsur menipu, selain menerapkan sanksi pidana, diperlukan juga 
upaya-upaya penanggulangan terhadap tindak pidana carding tersebut yang 
                                                          





meliputi upaya penanggulangan secara penal (upaya represif) dengan upaya 
penanggulangan non-penal (upaya preventif).  
Upaya yang dilakukan aparat penegak hukum terhadap tindak pidana carding 
adalah upaya yang bersifat represif yaitu upaya yang sifatnya menekankan pada 
proses pidana terhadap pelaku setelah kejahatan terjadi, sehingga menimbulkan 
efek jera kepada pelaku supaya tidak melakukan kejahatannya. Sedangkan upaya 
lain adalah upaya yang bersifat preventif yaitu upaya yang sifatnya mencegah 
perbuatan. Maka dapat ditarik kesimpulan bahwa penggunaan hukum pidana dan 
undang-undang dalam menanggulangi tindak pidana khususnya kejahatan carding 
sebagai bentuk cyber crime masih sangat diperlukan pada saat ini, mengingat 
bahwa hukum pidana dan undang-undang selain memiliki sisi represif juga 
memiliki suatu sisi preventif untuk mencegah agar seluruh masyarakat yang taat 
pada peraturan hukum tidak ikut melakukan kejahatan atau akan berfikir dua kali 




Berdasarkan hasil penelitian dan pembahasan pada bab sebelumnya, maka 
dapat disimpulkan hasil dari penelitian ini antara lain:  
1. Pengaturan kejahatan carding dalam hukum pidana Indonesia  
Kejahatan carding di atur dalam Undang-Undang Nomor 19 tahun 2016 
tentang Perubahan Atas Undang-Undang Nomor 11 tahun 2008 
tentang Informasi dan Transaksi Elektronik, pengaturan dalam menangani 
kasus kejahatan dunia maya khususnya kejahatan carding, terdapat beberapa 
pasal dalam KUHP yang mengkriminalisasi cyber crime dengan 
menggunakan metode interpretasi ekstensif, selain dalam Undang-Undang 
ITE kegiatan kejahatan carding dapat dirumuskan dalam KUHP yaitu 
terhadap Pasal 362, 363 dan 378 KUHP, yaitu tentang pencurian dan 
penipuan, kemudian di Indonesia pengaturan mengenai tindak pidana carding 
diatur menurut modus operandinya dalam undang-undang khusus diluar 
KUHP yaitu Undang-Undang ITE  sebagai lex spesialis diantaranya diatur 
pada Pasal 30 jo Pasal 46 sebagai pasal tentang pencurian dalam kasus 
Carding, Pasal 34 ayat (1) jo Pasal 50 sebagai pasal tentang pencurian yang 





Pasal 35 jo Pasal 51 ayat (1) atau Pasal 32 jo Pasal 48 sebagai pasal tentang 
penipuan dalam kasus Carding dengan modus mendapatkan data kartu kredit 
orang lain dan melakukan transaksi secara online. Sanksi pidana yang 
ditekankan ialah sanksi pidana penjara dan pidana denda, sebagaimana yang 
ditegaskan dalam Pasal 45 – Pasal 52 dari Undang-Undang ITE tersebut. 
dalam kaitannya dengan tindak pidana kejahatan carding di Indonesia, sanksi 
yang di tetapkan terhadap terdakwa didasarkan pada Undang-Undang ITE 
sebagai lex specialis. Meskipun demikian tidak tertutup kemungkinan dapat 
juga digunakan KUHP sebagai lex generais, tergantung pada penilaian hakim 
terhadap fakta persidangan dan alat bukti yang dihadirkan. 
2. Upaya penanggulangan terhadap kejahatan carding  
Upaya penangulangan kejahatan carding secara penal atau bersifat represif, 
yaitu segala tindakan yang dilakukan oleh aparatur penegak hukum sesudah 
terjadinya tindakan pidana. Upaya ini merupakan kebijakan hukum dalam 
menanggulangi kejahatan dan untuk menekankan jumlah kejahatan dengan 
menggunakan hukuman (pidana) atau undang-undang, yang menitik beratkan 
pada penindakan dan pemberantasan kejahatan yang terjadi, dengan cara 
penjatuhan sanksi pidana dan berusaha pula melakukan perbuatan dengan 
jalan memerbaiki si pelaku yang berbuat kejahatan. Sedangkan pada upaya 
penangulangan kejahatan carding secara non penal atau bersifat preventif, 





itu terjadi, yaitu segala upaya yang dilakukan untuk memperkecil ruang gerak 
serta kesempatan dilakukannya tindak pidana carding. Hal ini sangat penting 
untuk meningkatkan upaya pencegahan dini terhadap kemungkinan terjadinya 
potensi suatu gangguan keamanan dan ketertiban umum serta pelayanan 
masyarakat. Upaya ini meliputi kegiatan penyuluhan hukum seperti 
melakukan seminar kesadaran hukum di masyarakat, patroli/ razia di tempat-
tempat tertentu yang terindikasi adanya kejahatan carding, dan mengadakan 
koordinasi dengan instansi terkait dan masyarakat dengan tujuan 
memperdayakan kesatuan masyarakat dan aparat dalam menanggulangi 
kejahatan carding. 
B. Saran 
Untuk dapat terlaksananya pengaturan tindak pidana carding dan 
penanggulangan-penangulangan tindak pidana carding maka penulis 
menyarankan sebagai berikut: 
1. Pemerintah di harapkan lebih memperhatikan sistem peraturan perundang-
undangan yang berlaku pada saat ini, apakah peraturan tersebut masih layak 
atau tidak diberlakukan seiring perkembangan zaman demi menghadapi era 
globalisasi yang kian pesat, sistem peraturan perundang-undangan diharapkan 
akan selalu satu langkah di depan dalam mengantisipasi kejahatan yang akan 





2. Dalam mengatur ancaman pidana penjara dan denda terhadap tindak pidana 
carding seharusnya juga mengatur sanksi dalam bentuk suatu tindakan yang 
dapat menekankan suatu aspek pembelajaran yang positif, yaitu para pelaku 
kejahatan carding dapat di didik dan bisa mempelajari lebih lanjut secara 
positif untuk bisa dapat mengembangkan kemampuannya yang sewaktu-
waktu bisa dapat digunakan oleh aparat penegak hukum dan pihak perbankan 
untuk membantu mengungkap kejahatan carding di masa yang akan datang.  
3. Aparan penegak hukum hendaknya dapat bertindak lebih aktif dalam 
menerima laporan masyarakat serta perlu adanya fasilitas yang memadai 
dalam pencarian alat bukti seperti komputer forensik untuk dapat mengungkap 
data-data digital dan menyimpan bukti digital, dengan peralatan yang 
memadai maka akan lebih mudah dalam penyidikan dan bisa mengurangi 
tindak pidana carding dengan menerapkan upaya penanggulangan yang 
bersifat represif, hendaknya Kepolisian juga lebih aktif dalam mendengar 
aduan serta keluhan masyarakat yang terkait dengan Transaksi Elektronik. 
4. Diharapkan untuk adanya upaya penanggulangan  terhadap kejahatan carding 
yang sifatnya preventif, yaitu aparat penegak hukum untuk bisa melakukan 
penyuluhan hukum dengan mengadakan seminar kesadaran hukum  
masyarakat dan melakukan patroli dengan bekerjasama dengan instansi terkait 
seperti perbankkan dan masyarakat, sehingga masyarakat mengetahui 
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