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RED: Conjunto de elementos con características comunes interconectadas o 
conectadas a través de un medio físico común, con el objetivo de compartir y 
optimizar recursos a través de una disposición física en particular. 
Router: Dispositivo que recibe y envía datos en redes informáticas. Los routers a 
veces se confunden con los concentradores de red, los módems o los switch de red. 
No obstante, los routers pueden combinar las funciones de estos componentes y 
conectarse con estos componentes para mejorar el acceso a Internet o ayudar a 
crear redes empresariales. 
Switch: Un switch es un dispositivo que sirve para conectar varios elementos dentro 
de una red. Estos pueden ser un PC, una impresora, una televisión, una consola o 
cualquier aparato que posea una tarjeta Ethernet o Wifi. Los switches se utilizan 
tanto en casa como en cualquier oficina donde es común tener al menos un switch 
por planta y permitir así la interconexión de diferentes equipos. 
VLAN: Son redes virtuales o lógicas de área local, que son independientes dentro 
de una red física, utilizadas para crear múltiples dominios de transmisión. El 
parámetro que define una VLAN es la dirección física o de red, es decir, que las 
distintas redes creadas en un switch pueden tener una dirección IP distinta y para 
comunicarse entre ellas tendrán que valerse de un router. 
IP: Internet Protocol, es un conjunto de números, únicos e irrepetibles, que identifica 
a un dispositivo con la capacidad de conectarse a internet, ya sea una computadora, 
tableta, celular, o incluso dispositivos inteligentes preparados para IoT. 
OSPF: Open Shortest Path First (OSPF) es un protocolo de direccionamiento de 
tipo enlace-estado, desarrollado para las redes IP y basado en el algoritmo de 
primera vía más corta (SPF). OSPF es un protocolo de pasarela interior (IGP). 
EIGRP: EIGRP es utilizado en redes TCP/IP y de Interconexión de Sistemas Abierto 
(OSI) como un protocolo de enrutamiento del tipo vector distancia avanzado, 
propiedad de Cisco, que ofrece las mejores características de los algoritmos vector 
distancia y de estado de enlace.  
HOST: Un host es una computadora accesible a través de una red. Puede ser un 
cliente, servidor, o cualquier otro tipo de computadora. Cada host tiene un 
identificador único llamado nombre de host que permite que otras computadoras 
accedan a él. 
LACP: Conocido como Link Aggregation Control Protocol, se usa para controlar los 
enlaces para formar el eth-trunk, lo que ayuda a incrementar el ancho de banda del 
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enlace. Se basa en el estándar IEEE 802.3ad, por lo que LACP permite establecer 
enlaces Eth-Trunk entre dispositivos de los diferentes proveedores. 
PAGP: Port Aggregation Protocol, es un protocolo privado desarrollado por Cisco. 
Como LACP, PAgP también ayuda a verificar los parámetros necesarios para formar 
el enlace eth-trunk. Debido a que el PAgP es un protocolo privado, no se puede usar 
para establecer el enlace eth-trunk entre dispositivos de diferentes proveedores. 
VTP: VLAN Trunking Protocol, un protocolo de mensajes de nivel 2 usado para 
configurar y administrar VLANs en equipos Cisco. Permite centralizar y simplificar 
la administración en un domino de VLANs, pudiendo crear, borrar y renombrar las 
mismas, reduciendo así la necesidad de configurar la misma VLAN en todos los 
nodos. El protocolo VTP nace como una herramienta de administración para redes 




El desarrollo del presente trabajo es evidencia de la asimilación y puesta en marcha 
de todos los conceptos vistos en las simulaciones en los laboratorios que contienen 
conceptos entorno al Networking mediante dos escenarios diferentes, de los cuales 
el primero se implementa un montaje de una red con configuración, enrutamiento e 
interconexión de los dispositivos CISCO de acuerdo a los lineamientos para el 
direccionamiento IPv4 en sus interfaces, implementando protocolos Lookback 
desarrollando así las familias OSPF y OSPF v3 con conexiones seriales entre los 
enrutadores, finalmente se configura el protocolo EIGRP; el segundo escenario, se 
implementa una estructura Core con cuatro (4) switch interconectados tal como se 
establece en el gráfico, en este se usan protocolos VTP para que las VLAN se 
propaguen entre ellos, estas son configuradas de acuerdo a las exigencias, 
subdividiéndolas en distintas áreas que exige el cliente, esto para aprovechar mejor 
la red, et red es configurada con los distintos protocolos garantizando una mayor 
efectividad en cuanto al funcionamiento de los dispositivos y la seguridad de los 
datos.                 
 
Palabras Clave: CISCO, CCNP, EIGRP, OSPF, GNS3, VLAN, Protocolo, 




The development of this work is evidence of the assimilation and implementation of 
all the concepts seen in the simulations in the laboratories that contain concepts 
around Networking through two different scenarios, of which the first one implements 
an assembly of a network with configuration , routing and interconnection of CISCO 
devices according to the guidelines for IPv4 addressing in their interfaces, 
implementing Lookback protocols thus developing the OSPF and OSPF v3 families 
with serial connections between the routers, finally the EIGRP protocol is configured; 
In the second scenario, a core structure is implemented with four (4) interconnected 
switches as established in the graphic, in this VTP protocols are used so that the 
VLANs propagate between them, these are configured according to the 
requirements, subdividing them into different areas required by the client, this to 
make better use of the network, the network is configured with the different protocols 
guaranteeing greater effectiveness in terms of the operation of the devices and the 
security of the data. 
 
Keywords: CISCO, CCNP, EIGRP, OSPF, GNS3, VLAN, Protocol, Lookback, 





Se implementa el desarrollo de dos simulaciones con topología distintas en 
escenarios y equipos CISCO, el objetivo es demostrar las habilidades adquiridas en 
el desarrollo del diplomado de profundización CISCO CCPN, a su vez aplicable 
como trabajo de grado para obtener el título del pregrado como Ingeniero de 
Telecomunicaciones en la Universidad Nacional Abierta y a Distancia - UNAD 
 
A continuación se encuentra implementado la configuración paso a paso de los dos 
escenarios, comprobando las habilidades adquiridas en las prácticas de los 
laboratorios, los dos (2) escenarios son desarrollados en el software Cisco Packet 
Tracer, simulando distintas problemáticas que como ingenieros de 
telecomunicaciones no podremos encontrar en nuestra vida profesional. El enfoque 
de estos escenarios es la correcta implementación de protocolos routing y switching, 
tales como OSPF, EIGRP, LACP, PAGP, garantizando que la información que 















Figura 1: Escenario Propuesto 1 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en 
los routers. Configurar las interfaces con las direcciones que se muestran en 
la topología de red. 
Para el desarrollo del presente informe, se trabajará en el software Cisco Packet 
Tracer, Iniciamos montando la topología señalada. 
 
Configuración inicial R1 
Router>enable     // Cambia a modo privilegiado  
Router#configure terminal    // Cambia a modo Configuración 
Router(config)#no ip domain-lookup // Desactiva la traducción de nombres a 
dirección del dispositivo 
Router(config)#line con 0  // Modo de configuración de línea de la consola 
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Router(config-line)#logging synchronous  // Omitir mensajes de comandos 
Router(config-line)#interface serial 0/0/0  // Seleccionar interface 
Router(config-if)#ip address 150.20.15.1 255.255.255.0 // Asignar IP y mascara 
Router(config-if)#no shutdown    // Habilitar interface 
Router(config-if)#hostname R1   // Asignar nombre al dispositivo 
 
Configuración inicial R2 
Router>enable      // Cambia a modo privilegiado 
Router#configure terminal     // Cambia a modo Configuración 
Router(config)#no ip domain-lookup   // Desactiva la traducción de 
nombres a dirección del dispositivo 
Router(config)#line con 0    // Modo de configuración de línea de 
la consola 
Router(config-line)#logging synchronous  // Omitir mensajes de comandos 
Router(config-line)#interface serial 0/0/0  // Seleccionar interface 
Router(config-if)#ip address 150.20.15.2 255.255.255.0 // Asignar IP y mascara 
Router(config-if)#no shutdown    // Habilitar interface 
Router(config-if)#interface serial 0/0/1  // Seleccionar interface 
Router(config-if)#ip address 150.20.20.1 255.255.255.0 // Asignar IP y mascara 
Router(config-if)#no shutdown   // Habilitar interface 
Router(config-if)#hostname R2   // Asignar nombre al dispositivo 
 
Configuración inicial R3 
Router>enable      // Cambia a modo privilegiado 
Router#configure terminal     // Cambia a modo Configuración 
Router(config)#no ip domain-lookup   // Desactiva la traducción de 
nombres a dirección del dispositivo 
Router(config)#line con 0    // Modo de configuración de línea de 
la consola 
Router(config-line)#logging synchronous  // Omitir mensajes de comandos 
Router(config-line)#interface serial 0/0/0  // Seleccionar interface 
Router(config-if)#ip address 150.20.20.2 255.255.255.0 // Asignar IP y mascara 
Router(config-if)#no shutdown    // Habilitar interface 
Router(config-if)#interface serial 0/0/1  // Seleccionar interface 
Router(config-if)#ip address 80.50.42.1 255.255.255.0 // Asignar nombre al 
dispositivo 
Router(config-if)#no shutdown   // Habilitar interface 
Router(config-if)#hostname R3   // Asignar nombre al dispositivo 
 
Configuración inicial R4 
Router>enable      // Cambia a modo privilegiado 
Router#configure terminal    // Cambia a modo Configuración 
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Router(config)#no ip domain-lookup   // Desactiva la traducción de 
nombres a dirección del dispositivo 
Router(config)#line con 0    // Modo de configuración de línea de 
la consola 
Router(config-line)#logging synchronous  // Omitir mensajes de comandos 
Router(config-line)#interface serial 0/0/0  // Seleccionar interface 
Router(config-if)#ip address 80.50.42.2 255.255.255.0 // Asignar IP y mascara 
Router(config-if)#no shutdown    // Habilitar interface 
Router(config-if)#interface serial 0/0/1  // Seleccionar interface 
Router(config-if)#ip address 80.50.30.1 255.255.255.0 // Asignar IP y mascara 
Router(config-if)#no shutdown   // Habilitar interface 
Router(config-if)#hostname R4   // Asignar nombre al dispositivo 
 
Configuración inicial R5 
Router>enable      // Cambia a modo privilegiado 
Router#configure terminal     // Cambia a modo Configuración 
Router(config)#no ip domain-lookup   // Desactiva la traducción de 
nombres a dirección del dispositivo  
Router(config)#line con 0    // Modo de configuración de línea de 
la consola 
Router(config-line)#logging synchronous  // Omitir mensajes de comandos 
Router(config-line)#interface serial 0/0/0  // Seleccionar interface 
Router(config-if)#ip address 80.50.30.2 255.255.255.0 // Asignar IP y mascara 
Router(config-if)#no shutdown   // Habilitar interface 
Router(config-if)#hostname R5   // Asignar nombre al dispositivo 
 
Configuración del protocolo de enrutamiento OSPF para R1, R2 y R3 
R1: 
R1(config)#router ospf 1    // Habilitar modo OSPF 




R2#configure terminal     // Cambia a modo Configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R2(config)#router ospf 1    // Habilitar modo OSPF 
R2(config-router)#network 150.20.15.0 0.0.0.255 área 150 // Asignar red y área 
R2(config-router)#network 150.20.20.0 0.0.0.255 área 150 // Asignar red y área 
R2(config-router)# 
R3: 
R3#configure terminal    // Cambia a modo Configuración 
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Enter configuration commands, one per line. End with CNTL/Z. 
R3(config)#router ospf 1    // Habilitar modo OSPF 
R3(config-router)#network 150.20.20.0 0.0.0.255 área 150 // Asignar red y área 
R3(config-router)#exit    // Sale del modo de configuración 
R3(config)#router eigrp 51    // Habilitar modo EIGRP 
R3(config-router)#network 80.50.30.0  // Asignar red 
R3(config-router)# 
Configuración del protocolo de enrutamiento para R4 y R5 
R4: 
R4#configure terminal     // Cambia a modo Configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R4(config)#router eigrp 51    // Habilitar modo EIGRP 
R4(config-router)#network 80.50.30.0  // Asignar red 
R4(config-router)# 
R5: 
R5#configure terminal     // Cambia a modo Configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R5(config)#router eigrp 51    // Habilitar modo EIGRP 
R5(config-router)#network 80.50.30.0  // Asignar red 
R5(config-router)# 
 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 20.1.0.0/22 y configure esas interfaces para participar en el área 
150 de OSPF. 
 
R1#configure terminal     // Cambia a modo Configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R1(config)#interface loopback 1   // Ingresa a interface Loopback 
R1(config-if)#ip address 20.1.0.1 255.255.252.0 // Asigna IP y mascara 
R1(config-if)#exit      // Sale del modo de configuración 
R1(config)#interface loopback 2   // Ingresa a interface Loopback 
R1(config-if)#ip address 20.1.4.1 255.255.252.0 // Asigna IP y mascara 
R1(config-if)#exit      // Sale del modo de configuración 
R1(config)#interface loopback 3   // Ingresa a interface Loopback 
R1(config-if)#ip address 20.1.8.1 255.255.252.0 // Asigna IP y mascara 
R1(config-if)#exit      // Sale del modo de configuración 
R1(config)#interface loopback 4   // Ingresa a interface Loopback 
R1(config-if)#ip address 20.1.12.1 255.255.252.0 // Asigna IP y mascara 




R1(config)#router ospf 100    // Habilitar modo OSPF 
R1(config-router)#router-id 1.1.1.1  // Asigna ID al OSPF 
R1(config-router)#network 20.1.0.0 255.255.252.0 area 150 // Asigna Red, mascara 
y area 
R1(config-router)#exit     // Sale del modo de configuración 
 
R1(config)#interface loopback 1   // Ingresa a interface Loopback 
R1(config-if)#ip ospf network point-to-point  // Especificar red Punto a Punto 
R1(config-if)#exit      // Sale del modo de configuración 
R1(config)#interface loopback 2   // Ingresa a interface Loopback 
R1(config-if)#ip ospf network point-to-point  // Especificar red Punto a Punto 
R1(config-if)#exit      // Sale del modo de configuración 
R1(config)#interface loopback 3   // Ingresa a interface Loopback 
R1(config-if)#ip ospf network point-to-point  // Especificar red Punto a Punto 
R1(config-if)#exit      // Sale del modo de configuración 
R1(config)#interface loopback 4   // Ingresa a interface Loopback 
R1(config-if)#ip ospf network point-to-point  // Especificar red Punto a Punto 
R1(config-if)#exit     // Sale del modo de configuración 
R1(config)# 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 180.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 51. 
Interface loopback en R5: 
R5#configure terminal     // Cambia a modo Configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R5(config)#interface loopback 1   // Ingresa a interface Loopback 
R5(config-if)#ip address 180.5.10.1 255.255.252.0 // Asigna IP y mascara 
R5(config-if)#exit      // Sale del modo de configuración 
R5(config)#interface loopback 2   // Ingresa a interface Loopback 
R5(config-if)#ip address 180.5.20.1 255.255.252.0 // Asigna IP y mascara 
R5(config-if)#exit      // Sale del modo de configuración 
R5(config)#interface loopback 3   // Ingresa a interface Loopback 
R5(config-if)#ip address 180.5.30.1 255.255.252.0 // Asigna IP y mascara 
R5(config-if)#exit      // Sale del modo de configuración 
R5(config)#interface loopback 4   // Ingresa a interface Loopback 
R5(config-if)#ip address 180.5.40.1 255.255.252.0 // Asigna IP y mascara 
R5(config-if)#exit     // Sale del modo de configuración 
R5(config)# 
 
Participación del R5 en EIGRP 51 
R5(config)#router eigrp 51 
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R5(config-router)#auto-summary    // Resumen RIP automático  
R5(config-router)#network 180.5.0.0 255.255.252.0 // Asigna IP y mascara 
R5(config-router)#exit    // Sale del modo de configuración 
R5(config)# 
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
Figura 2: Tabla de enrutamiento R3 
En la tabla de enrutamiento del R3 se logra evidenciar que este está aprendiendo 
las nuevas interfaces Loopback.  
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
80000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 50,000 microsegundos de retardo. 
R3#configure terminal     // Cambia a modo Configuración 
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Enter configuration commands, one per line. End with CNTL/Z. 
R3(config)#router eigrp 51    // Habilitar modo EIGRP 
R3(config-router)#redistribute ospf 1 metric 1544 80000 255 255 50000 
//Redistribucion y selección de costos, rutas OSPF en EIGRP, ancho de banda y 
retardo 
R3(config-router)#exit     // Sale del modo de configuración 
R3(config)#router ospf 1    // Habilitar modo OSPF 
R3(config-router)#log-adjacency-changes  // Notificación de adyacencia  
R3(config-router)#redistribute eigrp 51 subnets // Redistribución recíproca  
R3(config-router)#exit     // Sale del modo de configuración 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 














Figura 5: Escenario 2 
 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
a. Apagar todas las interfaces en cada switch. 
 
Switch DLS1 
Switch>enable      // Cambia a modo privilegiado 
Switch#configure terminal     // Cambia a modo Configuración 
Switch(config)#interface range fa0/1-24  // Selección rango de interfaces 
Switch(config-if-range)#shutdown   // Apagar interface 
Switch DLS2 
Switch>enable      // Cambia a modo privilegiado 
Switch#configure terminal     // Cambia a modo Configuración 
Switch(config)#interface range fa0/1-24  // Selección rango de interfaces 
Switch(config-if-range)#shutdown   // Apagar interface 
Switch ALS1 
Switch>enable      // Cambia a modo privilegiado 
Switch#configure terminal     // Cambia a modo Configuración 
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Switch(config)#interface range fa0/1-24  // Selección rango de interfaces 
Switch(config-if-range)#shutdown   // Apagar interface 
Switch ALS2 
Switch>enable      // Cambia a modo privilegiado 
Switch#configure terminal     // Cambia a modo Configuración 
Switch(config)#interface range fa0/1-24  // Selección rango de interfaces 
Switch(config-if-range)#shutdown   // Apagar interface 
 
b. Asignar un nombre a cada switch acorde con el escenario establecido. 
Switch DLS1 
Switch#configure terminal     // Cambia a modo Configuración 
Switch(config)#hostname DLS1   // Asignar nombre al dispositivo 
DLS1(config)# 
Switch DLS2 
Switch#configure terminal     // Cambia a modo Configuración 
Switch(config)#hostname DLS2   // Asignar nombre al dispositivo 
DLS2(config)# 
Switch ALS1 
Switch#configure terminal     // Cambia a modo Configuración 
Switch(config)#hostname ALS1   // Asignar nombre al dispositivo 
ALS1(config)# 
Switch ALS2 
Switch#configure terminal     // Cambia a modo Configuración 
Switch(config)#hostname ALS2   // Asignar nombre al dispositivo 
ALS2(config)# 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.20.20.1/30 y para DLS2 
utilizará 10.20.20.2/30. 
Switch DLS1 
DLS1>enable      // Cambia a modo privilegiado 
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DLS1#configure terminal     // Cambia a modo Configuración 
DLS1(config-if)#interface range fa0/11-12 // Selección rango de interfaces 
DLS1(config-if-range)#channel-protocol lacp // Selección modo LACP 
DLS1(config-if-range)#channel-group 12 mode active // Asignar grupo LACP 
DLS1(config-if-range)# interface port-channel 12 // Crear interface al grupo LACP 




DLS2>enable      // Cambia a modo privilegiado 
DLS2#configure terminal     // Cambia a modo Configuración 
DLS2(config-if)#interface range fa0/11-12 // Selección rango de interfaces 
DLS2(config-if-range)#channel-protocol lacp // Selección modo LACP 
DLS2(config-if-range)#channel-group 12 mode active // Asignar grupo LACP 
DLS2(config-if-range)# interface port-channel 12 // Crear interface al grupo LACP 
DLS2(config-if)#description PO12 etherchannel (LACP) // Asignar descripción 
 
2. Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
Switch DLS1 
DLS1#configure terminal     // Cambia a modo Configuración 
DLS1(config)#interface range fa0/7-8  // Selección rango de interfaces 
DLS1(config-if-range)#channel-protocol lacp // Selección modo LACP 
DLS1(config-if-range)#channel-group 1 mode active // Asignar grupo LACP 
DLS1(config-if-range)#interface port-channel 1 // Crear interface al grupo LACP 
DLS1(config-if)#description PO1 etherchannel (LACP) // Asignar descripción 
 
Switch DLS2 
DLS2#configure terminal     // Cambia a modo Configuración 
DLS2(config)#interface range fa0/7-8  // Selección rango de interfaces 
DLS2(config-if-range)#channel-protocol lacp // Selección modo LACP 
DLS2(config-if-range)#channel-group 2 mode active // Asignar grupo LACP 
DLS2(config-if-range)#interface port-channel 2 // Crear interface al grupo LACP 
DLS2(config-if)#description PO2 etherchannel (LACP) // Asignar descripción 
Switch ALS1 
ALS1#configure terminal     // Cambia a modo Configuración 
ALS1(config)#interface range fa0/7-8  // Selección rango de interfaces 
ALS1(config-if-range)#channel-protocol lacp // Selección modo LACP 
ALS1(config-if-range)#channel-group 1 mode active // Asignar grupo LACP 
ALS1(config-if-range)#interface port-channel 1 // Crear interface al grupo LACP 
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ALS1(config-if)#description PO1 etherchannel (LACP) // Asignar descripción 
Switch ALS2 
ALS2#configure terminal     // Cambia a modo Configuración 
ALS2(config)#interface range fa0/7-8  // Selección rango de interfaces 
ALS2(config-if-range)#channel-protocol lacp // Selección modo LACP 
ALS2(config-if-range)#channel-group 2 mode active // Asignar grupo LACP  
ALS2(config-if-range)#interface port-channel 2 // Crear interface al grupo LACP 
ALS2(config-if)#description PO2 etherchannel (LACP) // Asignar descripción 
 
3. Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
Switch DLS1 
DLS1#configure terminal     // Cambia a modo Configuración 
DLS1(config)#interface range FA0/9-10  // Selección rango de interfaces 
DLS1(config-if-range)#channel-protocol pagp // Selección modo PAgP 
DLS1(config-if-range)#channel-group 4 mode desirable // Asignar grupo PAgP 
DLS1(config-if-range)#interface port-channel 4 // Crear interface al grupo PAgP 
DLS1(config-if)#description PO4 etherchannel (PAgP) // Asignar descripción 
 
Switch DLS2 
DLS2#configure terminal     // Cambia a modo Configuración 
DLS2(config)#interface range FA0/9-10  // Selección rango de interfaces 
DLS2(config-if-range)#channel-protocol pagp // Selección modo PAgP 
DLS2(config-if-range)#channel-group 3 mode desirable // Asignar grupo PAgP 
DLS2(config-if-range)#interface port-channel 3 // Crear interface al grupo PAgP 
DLS2(config-if)#description PO3 etherchannel (PAgP) // Asignar descripción 
 
Switch ALS1 
ALS1#configure terminal     // Cambia a modo Configuración 
ALS1(config-if)#interface range fas0/9-10 // Selección rango de interfaces 
ALS1(config-if-range)#channel-protocol pagp // Selección modo PAgP 
ALS1(config-if-range)#channel-group 3 mode desirable // Asignar grupo PAgP 
ALS1(config-if-range)#interface port-channel 3 // Crear interface al grupo PAgP 
ALS1(config-if)#description PO3 etherchannel (PAgP) // Asignar descripción 
 
Switch ALS2 
ALS2#configure terminal     // Cambia a modo Configuración 
ALS2(config-if)#interface range fas0/9-10 // Selección rango de interfaces 
ALS2(config-if-range)#channel-protocol pagp // Selección modo PAgP 
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ALS2(config-if-range)#channel-group 4 mode desirable // Asignar grupo PAgP 
ALS2(config-if-range)#interface port-channel 4 // Crear interface al grupo PAgP 
ALS2(config-if)#description PO4 etherchannel (PAgP) // Asignar descripción 
 
4. Todos los puertos troncales serán asignados a la VLAN 600 como la 
VLAN nativa. 
Switch DLS1 
DLS1(config)#interface range fa0/7-12  // Selección rango de interfaces 
DLS1(config-if-range)#description PO1 etherchannel (LACP) // Asignar descripción 
DLS1(config-if-range)#switchport trunk native vlan 600 // Identificar la VLAN Nativa 
DLS1(config-if-range)#channel-group 1 mode active // Asignar número de grupo 
 
Switch DLS2 
DLS2(config)#interface range fa0/7-12  // Selección rango de interfaces 
DLS2(config-if-range)#description PO2 etherchannel (LACP) // Asignar descripción 
DLS2(config-if-range)#switchport trunk native vlan 600 // Identificar la VLAN Nativa 
DLS2(config-if-range)#channel-group 2 mode active // Asignar número de grupo 
 
Switch ALS1 
ALS1(config)#interface range fa0/7-12  // Selección rango de interfaces 
ALS1(config-if-range)#description PO1 etherchannel (LACP) // Asignar descripción 
ALS1(config-if-range)#switchport trunk native vlan 600 // Identificar la VLAN Nativa 




ALS2(config)#interface range fa0/7-12  // Selección rango de interfaces 
ALS2(config-if-range)#description PO2 etherchannel (LACP) // Asignar descripción 
ALS2(config-if-range)#switchport trunk native vlan 600 // Identificar la VLAN Nativa 
ALS2(config-if-range)#channel-group 2 mode active // Asignar número de grupo 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1. Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
Switch DLS1 
DLS1#conf t      // Cambia a modo Configuración 
26 
 
DLS1(config)#vtp version 2   // Selección versión de VTP 
DLS1(config)#vtp domain CISCO   // Nombre dominio VTP 
DLS1(config)#vtp password ccnp321  // Contraseña VTP 




ALS1#conf t      // Cambia a modo Configuración 
ALS1(config)#vtp version 2   // Selección versión de VTP 
ALS1(config)#vtp domain CISCO   // Nombre dominio VTP 
ALS1(config)#vtp password ccnp321  // Contraseña VTP 
ALS1(config)#end     // Salir del modo privilegiado 
 
Switch ALS2 
ALS2#conf t      // Cambia a modo Configuración 
ALS2(config)#vtp version 2   // Selección versión de VTP 
ALS2(config)#vtp domain CISCO   // Nombre dominio VTP 
ALS2(config)#vtp password ccnp321  // Contraseña VTP 
ALS2(config)#end     // Salir del modo privilegiado 
 
 
2. Configurar DLS1 como servidor principal para las VLAN. 
Switch DLS1 
DLS1#conf t      // Cambia a modo Configuración  
DLS1(config)#vtp mode server   // Cambia al modo servidor VTP 
 
3. Configurar ALS1 y ALS2 como clientes VTP. 
Switch ALS1 
ALS1>enable      // Cambia a modo privilegiado 
ALS1#configure terminal     // Cambia a modo Configuración  
ALS1(config)#vtp mode client   // Cambia al modo cliente VTP 
 
Switch ALS2 
ALS2>enable      // Cambia a modo privilegiado 
ALS2#configure terminal     // Cambia a modo Configuración 
ALS2(config)#vtp mode client    // Cambia al modo cliente VTP 
 





Nombre de VLAN Número de 
VLAN 
Nombre de VLAN 
600 NATIVA 420 PROVEEDORES 
15 ADMON 100 SEGUROS 
240 CLIENTES 1050 VENTAS 
1112 MULTIMEDIA 3550 PERSONAL 
Tabla 1: VLAN y nombres 
 
Nota: El modo VTP Server en Cisco Packet Tracer solo permite crear VLAN en el 
rango <1-1005>, por ende, para crear las VLAN mencionadas (1112, 1050, 3550) 
en el Sw DLS1 es necesario configurarlo como modo VTP transparente. 
 
Switch DLS1 
DLS1#configure terminal    // Cambia a modo Configuración 
DLS1(config)#vtp mode transparent  // Selecciona modo VTP 
transparente 
DLS1(config)#vlan 600    // Crea nueva VLAN 
DLS1(config-vlan)#name NATIVA  // Nombre de VLAN 
DLS1(config-vlan)#exit    // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 15    // Crea nueva VLAN 
DLS1(config-vlan)#name ADMON  // Nombre de VLAN 
DLS1(config-vlan)#exit    // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 240    // Crea nueva VLAN 
DLS1(config-vlan)#name CLIENTES  // Nombre de VLAN 
DLS1(config-vlan)#exit    // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 1112    // Crea nueva VLAN 
DLS1(config-vlan)#name MULTIMEDIA  // Nombre de VLAN 
DLS1(config-vlan)#exit     // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 420    // Crea nueva VLAN 
DLS1(config-vlan)#name PROVEEDORES // Nombre de VLAN 
DLS1(config-vlan)#exit     // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 100    // Crea nueva VLAN 
DLS1(config-vlan)#name SEGUROS  // Nombre de VLAN 
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DLS1(config-vlan)#exit    // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 1050    // Crea nueva VLAN 
DLS1(config-vlan)#name VENTAS  // Nombre de VLAN 
DLS1(config-vlan)#exit     // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 3550    // Crea nueva VLAN 
DLS1(config-vlan)#name PERSONAL  // Nombre de VLAN 
DLS1(config-vlan)#exit    // Sale del modo de configuración 
DLS1(config)#vtp mode server   // Entra al modo servidor VTP 
 
f. En DLS1, suspender la VLAN 420. 
Switch DLS1 
DLS1(config)#vlan 420    // Crea nueva VLAN 
DLS1(config-vlan)# no vlan 420   // Deshabilitar VLAN 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
Switch DLS2 
DLS2#configure terminal    // Cambia a modo Configuración 
DLS2(config)#vtp version 2   // Selección versión de VTP 
DLS2(config)# vtp mode transparent  // Selecciona modo VTP 
transparente 
DLS2(config)#vlan 600    // Crea nueva VLAN 
DLS2(config-vlan)#name NATIVA  // Nombre de VLAN 
DLS2(config-vlan)#exit    // Sale del modo de configuración 
DLS2(config)#vlan 15    // Crea nueva VLAN 
DLS2(config-vlan)#name EJECUTIVOS  // Nombre de VLAN 
DLS2(config-vlan)#exit    // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 240    // Crea nueva VLAN 
DLS1(config-vlan)#name CLIENTES  // Nombre de VLAN 
DLS1(config-vlan)#exit    // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 1112    // Crea nueva VLAN 
DLS1(config-vlan)#name MULTIMEDIA  // Nombre de VLAN 
DLS1(config-vlan)#exit     // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 420    // Crea nueva VLAN 
DLS1(config-vlan)#name PROVEEDORES // Nombre de VLAN 




DLS1(config)#vlan 100    // Crea nueva VLAN 
DLS1(config-vlan)#name SEGUROS  // Nombre de VLAN 
DLS1(config-vlan)#exit    // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 1050    // Crea nueva VLAN 
DLS1(config-vlan)#name VENTAS  // Nombre de VLAN 
DLS1(config-vlan)#exit     // Sale del modo de configuración 
DLS1(config)#      
DLS1(config)#vlan 3550    // Crea nueva VLAN 
DLS1(config-vlan)#name PERSONAL  // Nombre de VLAN 
DLS1(config-vlan)#exit    // Sale del modo de configuración 
DLS1(config)# 
 
h. Suspender VLAN 420 en DLS2. 
Switch DLS2 
DLS2#configure terminal    // Cambia a modo Configuración 
DLS2(config)# vlan 420    // Crea nueva VLAN 
DLS2(config)# no vlan 420    // Deshabilitar VLAN 
DLS2(config)# exit     // Sale del modo de configuración 
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
Switch DLS2 
DLS2#configure terminal    // Cambia a modo Configuración 
DLS2(config)# vlan 567    // Crea nueva VLAN 
DLS2(config-vlan)# name PRODUCCION // Nombre de VLAN 
DLS2(config-vlan)#exit    // Sale del modo de configuración 
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 15, 420, 600, 
1050, 1112 y 3550 y como raíz secundaria para las VLAN 100 y 240. 
Switch DLS1 
DLS1# configure terminal    // Cambia a modo Configuración 
DLS1(config)# spanning-tree vlan 1 root primary // id-vlan con el valor de prioridad 
de puente más bajo 
DLS1(config)# spanning-tree vlan 15 root primary // id-vlan con el valor de 
prioridad de puente más bajo 
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DLS1(config)# spanning-tree vlan 420 root primary // id-vlan con el valor de 
prioridad de puente más bajo 
DLS1(config)# spanning-tree vlan 600 root primary // id-vlan con el valor de 
prioridad de puente más bajo 
DLS1(config)# spanning-tree vlan 1050 root primary // id-vlan con el valor de 
prioridad de puente más bajo 
DLS1(config)# spanning-tree vlan 1112 root primary // id-vlan con el valor de 
prioridad de puente más bajo 
DLS1(config)# spanning-tree vlan 3550 root primary // id-vlan con el valor de 
prioridad de puente más bajo 
DLS1(config)# spanning-tree vlan 100 root secondary // adicionar id-vlan con el 
valor de prioridad de puente más bajo 
DLS1(config)# spanning-tree vlan 240 root secondary // adicionar id-vlan con el 
valor de prioridad de puente más bajo 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como 
una raíz secundaria para las VLAN 15, 420, 600, 1050, 1112 y 3550. 
Switch DLS2 
DLS2# configure terminal    // Cambia a modo Configuración 
DLS2(config)# spanning-tree vlan 100 root primary // id-vlan con el valor de 
prioridad de puente más bajo 
DLS2(config)# spanning-tree vlan 240 root primary // id-vlan con el valor de 
prioridad de puente más bajo 
DLS2(config)# spanning-tree vlan 15 root secondary  // adicionar id-vlan con el 
valor de prioridad de puente más bajo 
DLS2(config)# spanning-tree vlan 420 root secondary // adicionar id-vlan con el 
valor de prioridad de puente más bajo 
DLS2(config)# spanning-tree vlan 600 root secondary // adicionar id-vlan con el 
valor de prioridad de puente más bajo 
DLS2(config)# spanning-tree vlan 1050 root secondary // adicionar id-vlan con el 
valor de prioridad de puente más bajo 
DLS2(config)# spanning-tree vlan 1112 root secondary // adicionar id-vlan con el 
valor de prioridad de puente más bajo 
DLS2(config)# spanning-tree vlan 3550 root secondary // adicionar id-vlan con el 
valor de prioridad de puente más bajo 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de estos puertos. 
Switch DLS1 
DLS1(config)# interface range fa0/7  // Selección rango de interfaces 
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DLS1(config-if-range)# switchport trunk native vlan 600 // Identificar la VLAN 
Nativa 
DLS1(config-if-range)# switchport trunk encap dot1q // Enlace troncal con 
encapsulamiento a 4 bits 
DLS1(config-if-range)# switchport mode trunk // Crea un enlace troncal 
DLS1(config)# interface range fa0/8  // Selección rango de interfaces 
DLS1(config-if-range)# switchport trunk native vlan 600 // Identificar la VLAN 
Nativa 
DLS1(config-if-range)# switchport trunk encap dot1q // Enlace troncal con 
encapsulamiento a 4 bits 
DLS1(config-if-range)# switchport mode trunk // Crea un enlace troncal 
 
Switch DLS2 
DLS2(config)# interface range fa0/7  // Selección rango de interfaces 
DLS2(config-if-range)# switchport trunk native vlan 600 // Identificar la VLAN 
Nativa 
DLS2(config-if-range)# switchport trunk encap dot1q // Enlace troncal con 
encapsulamiento a 4 bits 
DLS2(config-if-range)# switchport mode trunk // Crea un enlace troncal 
DLS2(config)# interface range fa0/8  // Selección rango de interfaces 
DLS2(config-if-range)# switchport trunk native vlan 600 // Identificar la VLAN 
Nativa 
DLS2(config-if-range)# switchport trunk encap dot1q // Enlace troncal con 
encapsulamiento a 4 bits 
DLS2(config-if-range)# switchport mode trunk // Crea un enlace troncal 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
Interfaz DLS 1 DLS 2 ALS 1 ALS 2 
Interfaz Fa0/6 3550 15, 1050 100, 1050 240 
Interfaz Fa0/15 1112 1112 1112 1112 
Interfaces F0 
/16-18 
 567   
Tabla 2: Asignación especial de VLAN a puertos 
Switch DLS1 
DLS1#configure terminal    // Cambia a modo Configuración 
DLS1(config)# interface fa0/6   // Selección de interface 
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DLS1(config-if)#switchport access vlan 3550 // Cambia VLAN a modo de acceso 
permanente 
DLS1(config-if)#no shutdown   // Habilitar interface 
DLS1(config-if)# exit     
DLS1(config)# interface fa0/15   // Selección de interface 
DLS1(config-if)#switchport access vlan 1112 // Cambia VLAN a modo de acceso 
permanente 
DLS1(config-if)#no shutdown   // Habilitar interface 




DLS2#configure terminal    // Cambia a modo Configuración 
DLS2(config)# interface fa0/6   // Selección de interface 
DLS2(config-if)#switchport access vlan 15 // Cambia VLAN a modo de acceso 
permanente 
DLS2(config-if)#switchport access vlan 1050 // Cambia VLAN a modo de acceso 
permanente 
DLS2(config-if)#no shutdown   // Habilitar interface 
DLS2(config-if)# exit    // Sale del modo de configuración 
DLS2(config)# interface fa0/15   // Selección de interface 
DLS2(config-if)#switchport access vlan 1112 // Cambia VLAN a modo de acceso 
permanente 
DLS2(config-if)#no shutdown   // Habilitar interface 
DLS2(config-if)# exit    // Sale del modo de configuración 
DLS2(config)# interface range fa0/16-18  // Selección rango de interface 
DLS2(config-if)#switchport access vlan 567 // Cambia VLAN a modo de acceso 
permanente 
DLS2(config-if)#no shutdown   // Habilitar interface 
DLS2(config-if)#exit     // Sale del modo de configuración 
 
Switch ALS1 
ALS1#configure terminal    // Cambia a modo Configuración 
ALS1(config)# interface fa0/6   // Selección de interface 
ALS1(config-if)#switchport access vlan 100 // Cambia VLAN a modo de acceso 
permanente 
ALS1(config-if)#switchport access vlan 1050 // Cambia VLAN a modo de acceso 
permanente 
ALS1(config-if)#no shutdown   // Habilitar interface 
ALS1(config-if)# exit    // Sale del modo de configuración 
ALS1(config)# interface fa0/15   // Selección de interface 




ALS1(config-if)#no shutdown   // Habilitar interface 
ALS1(config-if)# end    // Sale del modo privilegiado 
 
Switch ALS2 
ALS2#configure terminal    // Cambia a modo Configuración 
ALS2(config)# interface fa0/6   // Selección de interface 
ALS2(config-if)#switchport access vlan 240 // Cambia VLAN a modo de acceso 
permanente 
ALS2(config-if)#no shutdown   // Habilitar interface 
ALS2(config-if)# exit    // Sale del modo de configuración 
ALS2(config)# interface fa0/15   // Selección de interface 
ALS2(config-if)#switchport access vlan 1112 // Cambia VLAN a modo de acceso 
permanente 
ALS2(config-if)#no shutdown   // Habilitar interface 
ALS2(config-if)# exit    // Sale del modo de configuración 
 
Parte 2: conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso. 
 
Switch DLS1 
























DLS1# Show interface trunk   // Muestra lo puertos troncales 
 








DLS2# Show interface trunk    // Muestra lo puertos troncales 
 






ALS1# Show interface trunk    // Muestra lo puertos troncales 
 






ALS2# Show interface trunk    // Muestra lo puertos troncales 
 









DLS1#show vlan     // Muestra las VLANs existentes 
 




DLS2#show vlan     // Muestra las VLANs existentes 
 





ALS1#show vlan      // Muestra las VLANs existentes 
 




ALS2#show vlan      // Muestra las VLANs existentes 
 





DLS1#show vtp status    // Muestra detalles de VTP 
 








DLS2#show vtp status     // Muestra detalles de VTP 
 









ALS1#show vtp status     // Muestra detalles de VTP 
 









ALS2#show vtp status     // Muestra detalles de VTP 
 







b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente 
Switch DLS1 
DLS1# show etherchannel summary  // Mostrar información de los 
puertos 
 
















c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
Switch DLS1 
DLS1# show spanning-tree   //Mostrar información spanning-tree 
 







DLS2# show spanning-tree   //Mostrar información spanning-tree 
 






Durante el desarrollo de los dos laboratorios propuestos, se causaron y pusieron en 
marcha los conocimientos afianzados configurando distintos protocolos de red en 
los equipos Switch de Cisco. 
Se puso en práctica la creación, gestión, configuración y monitoreo de VLANs 
independientes dentro de una red en una topología previamente establecida. 
Así mismo, se identificaron las versiones VTP y su funcionamiento dentro del 
Switch, lo que facilita la propagación de las VLANs en los equipos seleccionados 
dentro de una misma red, adicionalmente, a nivel de seguridad para estos casos, 
las VLANs ayudan a segmentar la red, otorgando limitaciones al uso que sea 
estrictamente necesario por departamentos o localidades.  
El simulador implementado para el desarrollo de los dos laboratorios (Escenarios) 
es Cisco Packet Tracer, como finalidad se logra comprender de manera practica 
como funciona una topología y configuración en un equipo Cisco. 
Finalmente, se afianzan conocimientos en el manejo y distribución de puertos, 
direccionamiento IP, diferentes modos de canales como Channel-Group, enlaces 
troncales entre equipos, anchos de banda, restricciones de seguridad, modos VTP, 
versiones VTP, creación, distribución, spanning-tree, propagación y restricción de 
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