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RESUMEN
Los cambios constantes de la topología en las re-
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locidad de movimiento de los nodos, entre otros 
problemas, generan desafíos tecnológicos en el 
enrutamiento de estas redes, lo que ha llevado a 
la implementación de diferentes protocolos. El es-
tudio y análisis de las características y desempeño 
de los protocolos comúnmente empleados por las 
VANETs, permite la formulación de posibles solu-
ciones a esos desafíos. Para hacer esto se precisa 
del uso de herramientas, como los simuladores de 
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las VANETs, así como de sus características, una 
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comúnmente usados por estas y se realiza una in-
vestigación mediante la simulación del comporta-
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análisis de resultados y conclusiones del compor-
tamiento de los protocolos AODV, DSR y DSDV, 










The constant changes in network topology VA-
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speed of nodes, among other problems, generate 
technological challenges in the routing of these 
networks, which has led to the implementation of 
different protocols. The study and analysis of the 
characteristics and performance of the protocols 
commonly used by VANETs, allows the formula-
tion of possible solutions to these challenges. To 
do this requires the use of tools such as simulators 
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and description of some commonly used proto-
cols for this and an investigation is conducted by 
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present the analysis of results and conclusions the 
behavior of protocols AODV, DSR and DSDV are 




Un aspecto atractivo de la tecnología para la in-
dustria se presenta en los sistemas de comunica-
ción entre vehículos. Una de las principales apli-
caciones en estudio y desarrollo es, las redes de 
comunicaciones vehiculares [1]. Con la adopción 
del estándar 802.11a [2], se plantea una de las 
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VANETs, que son redes móviles que suministran 
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ser usadas, entre otras cosas, para evitar conges-
tiones y mejorar la seguridad de los pasajeros 
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en el índice de mortalidad [4]. Una de las carac-
terísticas de estas redes es que no se cuenta con 
un nodo central, ya que cualquiera de los nodos, 
en determinado momento, debe actuar como una 
estación o nodo central o como un router. Por otra 
parte, el movimiento arbitrario de los nodos hace 
que se produzca un cambio constante en la topo-
logía de la red, lo que afecta las condiciones de la 
comunicación. Todo esto propone retos tecnológi-
9#'$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el ancho de banda [5], convirtiéndose en tema de 
constante investigación el manejo y asignación del 
ancho de banda. Por otra parte, están, el tiempo de 
respuesta de los conductores y la velocidad de di-
seminación de los mensajes, así como la recepción 
="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se busca algoritmos para el control de la disemina-
ción de los mensajes, que serian manejados por la 
policía y organismos de emergencia. También hay 
que tener en cuenta la redundancia en las comuni-
caciones [7], ya que esto congestiona la red. Todo 
esto ha llevado a la formulación de diferentes pro-
tocolos. El estudio y análisis del rendimiento de 
estos ha permitido proponer soluciones y mejoras. 
Para ello se recurre a herramientas para la simula-
ción de redes, una de ellas es, ns-2 [8]. En este tra-
bajo se simula una red, tomando como referencia 
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vehicular en la ciudad de Bogotá, buscando un es-
cenario que se acerque a la realidad. Los protoco-
los que se van a analizar son: Ad-hoc On-Demand 
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protocolos por ser algunos de los más representa-
tivos y que muestran mejores características [12]. 
Finalmente, se presentará una comparación del 
rendimiento de estos protocolos.
2. VANETs:  CARACTERÍSTICAS
Las VANETs son redes en las que sus nodos son 
vehículos, la principal característica de estas redes 
es el cambio constante en su topología. Este cam-
bio se produce por la movilidad de los vehículos. 
Uno de los inconvenientes está en la velocidad 
 ''    3X45 7 
la misma dirección normalmente tienen la misma 
velocidad por lo que la comunicación entre ellos 
puede durar más tiempo, no así cuando van en di-
recciones opuestas. Por otra parte, las velocidades 
están sujetas a las normas de transito, igual que las 
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rutas, en la zona o escenario. Esto hace que tanto 
la topología de red, como algunos de los paráme-
tros de movilidad sean predecibles.
En las redes vehiculares se da gran importancia a 
#)'$7'-
ción en tiempo real. En el caso de los organismos 
de emergencia esta información puede ayudarlos 
a llegar a tiempo a los lugares de siniestros y para 
los usuarios en general presenta la posibilidad de 
evitar situaciones, como congestiones o acciden-
tes vehiculares. 
Dentro de las aplicaciones de las VANETs está, 
entre otras, el acceso a Internet por parte de los 
pasajeros, servicios de video juegos y control del 
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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Al igual que otros ambientes de comunicación, 
las VANETs, están regidas por un estándar, que 
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802.11p.
3. ESTÁNDAR 802.11
El estándar 802.11 es la norma creada para regla-
mentar las comunicaciones inalámbricas. El grupo 
de trabajo de IEEE 802.11 trabaja en el 802.11p 
[14], que será la base para las comunicaciones de-
dicadas de corto alcance. Dedicated Short Range 
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>QW`
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Por otra parte en Europa se viene desarrollando 
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unido para crear un sistema inteligente de trans-
porte. La norma 802.11p proporciona dispositivos 
inalámbricos capaces de  realizar intercambios de 
corta duración para establecer comunicaciones en-
tre vehículos y/o con una estación de tierra, a altas 
velocidades. Uno de los objetivos principales de 
esta norma es minimizar la latencia, por lo que se 
han hecho pruebas que muestran que este proto-
colo puede ofrecer latencias inferiores a las de las 
redes celulares, algo que es de suma importancia 
a la hora de requerir respuestas rápidas. Actual-
mente el ancho de banda medio, requerido para las 
aplicaciones que utilizaran este protocolo, DSRC 
%`{{Q+"%4YY'
pero se espera que se llegue a 27 Mbps y una co-
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4. CLASIFICACIÓN DE PROTOCOLOS Y 
SUS CARACTERÍSTICAS
Debido a las características propias de las VA-
NETs, los protocolos usados en ellas deben tener 
en cuenta dos aspectos importantes, uno es el al-
cance, es decir, a cuantos nodos se envían mensa-
jes o paquetes de información,  y otro, es la mane-
ra como se llegará al destino, en otras palabras, el 
descubrimiento de la ruta. Basándose en el alcan-
ce los protocolos se dividen  en multicast y uni-
cast. Los protocolos multicast envían información 
a múltiples destinos, mientras que en los unicast la 
envían a un único destino. Este trabajo se centra 
en los protocolos unicast.   
%)'#"-
los, dependiendo de sus características. 
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ne en cuenta el nivel al que pertenecen los nodos. 
En los jerárquicos, los nodos están en diferentes 
niveles y su rol depende del nivel en que se en-
cuentren, mientras que en el plano todos los nodos 
tienen asignados los mismos roles, por estar en un 
solo nivel [17]. Un ejemplo de protocolos clasi-
#'""G>%
DSR, por otra parte un protocolo jerárquico es  el 






depende de si se tiene en cuenta la posición geo-
&/#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Reactivos vs proactivos:  #$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basada en las características del establecimiento 
de ruta.  Los reactivos son los que crean rutas por 
demanda, es decir,  solo cuando es necesario [18]. 
Por el contrario, en los protocolos proactivos  se 
están buscando rutas continuamente, así no se ne-
cesiten [18]. También hay protocolos híbridos, que 
combinan características reactivas y proactivas.
Dentro de los protocolos reactivos están:
AODV: el protocolo AODV propuesto en 1999 [9], 
es un protocolo para redes ad-hoc, que establece 
la ruta por demanda, es decir, que la ruta no está 
preestablecida. Pero esto no quiere decir que los 
con-ciencias
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mensajes sean enviados a ciegas, ya que el nodo 
receptor válida las rutas comparando el número de 
secuencia. Si un nodo quiere establecer comunica-
ción con otro nodo, y la ruta no está establecida, 






los que tiene que pasar este mensaje registran la 
información sobre la ruta inversa hacia el nodo de 
inicio. A cada nodo se asocia una tabla de encami-
'9#&
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de origen, el número de secuencia de destino, el 
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contador de salto. Al llegar a un nodo y encontrar 
la ruta válida se comprueba el número de secuen-
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>Q9	'''%-
mero de secuencia guardado, se considera que la 





bre la ruta inversa hacia el nodo de inicio [11]. 
Una vez establecida la ruta esta se mantiene por 
un tiempo, para no tener que realizar todo el pro-
ceso cada vez que se envía un paquete. Si un nodo 
intermedio se mueve, la topología cambia, por lo 
que  este nodo ya no será utilizado y el nodo in-
'')#-
ca, mediante un mensaje de error en la ruta, Route 
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nodo de inicio deberá volver a comenzar el des-
cubrimiento de ruta. También podría darse el caso 
del movimiento del nodo de inicio, en este caso el 
mismo nodo debe reiniciar el descubrimiento de 
ruta. Por otra parte debido a que muchos nodos 
están transmitiendo se pueden recibir números de 
secuencia de destino repetidos, en ese caso los nú-
meros repetidos se eliminan. Este protocolo tiene 
como ventaja, que puede ser utilizado en redes 
altamente escalables. Una desventaja es el incre-
mento del número de secuencia y el decremento 
de número de saltos, de una manera engañosa, que 
puede generar errores en la ruta [19]. 
DSR: el protocolo DSR [10] es un protocolo di-
= "7#' "  /'
multi-hop y redes ad-hoc. Este protocolo, pro-
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sicos que son: el descubrimiento de ruta, que es 
el mecanismo mediante el cual, si un nodo  de-
sea enviar un mensaje a un nodo desconocido, se 
obtiene una ruta de destino. El otro componente 
es el mantenimiento de ruta, que es el mecanis-
mo mediante el cual, si un nodo quiere enviar un 
mensaje a un nodo destino, detecta cuando la to-
pología ha cambiado, por el movimiento de los 
nodos, y busca otra ruta o llama al descubrimiento 
de ruta para establecer una nueva [10], [20]. Este 
es un protocolo que funciona básicamente como 
el AODV pero a diferencia de él, no genera una 
tabla de enrutamiento inversa. Este protocolo se 
basa en el encaminamiento desde el origen. Para 
esto se inserta una cabecera con la información 
sobre los nodos que se deben recorrer para llegar 
al destino. Una de las características de este pro-
tocolo es que con las optimizaciones disponibles 
puede ser utilizado en redes pequeñas [21], con la 
ventaja de un menor overhead, respecto a AODV. 
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para mejorar el rendimiento de las redes altamen-
te dinámicas. Funciona básicamente como DSR, 
pero a diferencia de él, elimina las rutas inválidas, 
busca una nueva ruta y la establece, en un solo 
paso, mientras que DSR lo hace en tres pasos [22]. 
Dentro de los protocolos proactivos están:
DSDV: el protocolo DSDV, propuesto en 1994 
[11],  está basado en el algoritmo de distribución 
 ' > 9 '"  
método de actualización del estado de enlace es 
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cho menos espacio de almacenamiento [22]. En 
este protocolo cada entrada contiene un número de 
secuencia. Este número es emitido por el destino 
y el emisor tiene que enviar la próxima actualiza-
ción de este número. La información de ruta es 
distribuida en paquetes completos con periodici-
dades cortas y las actualizaciones incrementales 
se envían con mayor periodicidad [11], [22].
FSR: el protocolo FSR es un protocolo basado 
en una técnica de alcance multinivel, que emplea 
una tabla de enrutamiento. Mediante esta técnica 
se reduce el overhead cuando hay cambios rápi-
dos en la red, como los que se presentan en redes 
VANET. Constantemente se están emitiendo las 
actualizaciones de enlace, de acuerdo con una fre-
"#"'6
actualizaciones de estado de enlace se propagan 
con diferentes periodicidades, dependiendo de la 
distancia a la que se encuentre el nodo vecino. La 
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información se trasmite con mayor periodicidad a 
los nodos más cercanos, por lo que los nodos más 
alejados, fuera de la red, no tienen la información 
más actualizada sobre el estado de los enlaces y 
por tanto esta es imprecisa. Dentro de las ventajas 
de este protocolo están: sencillez, robustez y cam-
bio parcial de actualización de enrutamiento con 
nodos vecinos [18]. 
LAR (Location Aiden Routing): propuesto en 
XKK^3_45"'''
descubrimiento de ruta que el protocolo DSDV, 
pero a diferencia de él, la información no se en-
vía a todos los vecinos, sino que basándose en la 
)'$&&/#$
hace de manera controlada.
A continuación se presenta en la Tabla 1, un resu-
men de algunas de las características de protoco-
los unicast. 
Tabla 1. Resumen de características de algunos protocolos
Protocolo AODV DSR FSR TORA DSDV LAR
Basado en topología    
Monocanal    
Proactivo   
Reactivo   
Tabla de ruta 
Latencia alta  
Número de rutas alto  
Independencia de ruta  
Calidad de servicio    
Encaminamiento en origen 
Adecuado en redes altamente densas   
Haciendo una comparación de trabajos anteriores, 
en [24] se presenta el análisis de los protocolos 
DSR, DSDV y AODV teniendo en cuenta como 
parámetros, el número de saltos, cantidad de pa-
quetes perdidos y tiempo de establecimiento de la 
comunicación. Como resultado se muestra que en 
comparación con AODV y DSR, DSDV presenta 
mayor pérdida de paquetes, más retardo, menor 
número de paquetes entregados y un número ma-
yor de saltos. En [12] se muestra que comparati-
vamente y teniendo en cuenta un escenario de ciu-
dad, AODV y DSR presenta mejores desempeños 
que FSR, por otra parte,  TORA tiene serios pro-
blemas de rendimiento, en redes densas. De esto 
se desprende que los protocolos con mejor rendi-
miento, son los protocolos AODV y DSR.  En [25] 
se presenta un análisis de protocolos comúnmente 
usados, como el DSR, con respecto a nuevos pro-
tocolos unicast menos conocidos. Como se mues-
tra en la Fig. 1, la incidencia a través del tiempo 
de los diferentes protocolos, apunta a que una de 






Para el desarrollo de esta investigación se reali-
zaron simulaciones utilizando la herramienta Net-
Q'_ _ 3^59 )
que permite simular el comportamiento de las 
con-ciencias
71
redes. Una de las características de este simula-
dor es el manejo de la mayoría de los protocolos 
comúnmente utilizados, además, los resultados 
de las simulaciones se pueden obtener de forma 
&/#%' 9"'/
lo observado y es software libre. Algunos de los 
parámetros por tener en cuenta para la simulación 
son: número de nodos, velocidad de movimiento 
'="/#
que se envía, cantidad de paquetes enviados, tiem-
po que dura el envío de la información y duración 
de simulación [22]. 
Para llevar a cabo la simulación de la red, se han 
elegido los protocolos AODV, DSDV y DSR, por 
ser algunos de los que presentan mejores carac-
terísticas. Utilizando estos protocolos, se escogió 
como escenario, el tramo de la carrera 7ª, entre 
4|4&/

buscando un escenario real. 
Por otra parte, se tomaron en cuenta registros de 
la cantidad de vehículos circulando en sentido sur 
norte y norte sur, así como de los tiempos prome-
dio requeridos por los mismos para realizar los 
"6 /#
en la carrera 7ª se pueden observar la Tabla 2 que 
se muestran a continuación.
Tabla 2.`7/#`(3_5
Indicador Valor Unidades
Rutas TPC 98 Rutas en el tramo más cargado del cor-redor
Buses hora pico YY Bus/hora
Volumen máximo de viajes TPC 
`4X`(_ XYYY Pasajeros/hora/sentido
Velocidad Promedio TPC _ Km/h
Volumen máximo diario de vehículos
Q	`XY _KK Vehículos/día/sentido
Volumen máximo diario de vehículos
	Q`_^X 22190 Vehículos/día/sentido




Volumen máximo de vehículos sentido (4YY Vehículos
 
Con estos datos se procedió a programar el soft-
ware para la simulación, utilizando la herramienta 
ns-2 [12]. En la Fig. 2 se puede observar una ima-
gen de la simulación en ns-2. 
Se simula una avenida en dos sentidos, con tres 
carriles en cada calzada. Cada carril tiene tres me-
tros de ancho.
Fig. 2. Imagen de simulación en ns-2.

4'"/'9
tuvieron en cuenta para la simulación.
Tabla 3. Parámetros de la simulación.
Parámetro Valor
Numero de nodos 70
Velocidad promedio X_Y}'
Frecuencia de canal 2,4Ghz
Rata de transmisión de 
paquetes 2 Mbps
Tiempo de simulación 51 segundos
Tamaño del escenario 1 km
Tipo de antena Omnidireccional
Tipo de protocolo AODV, DSR y DSDV
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Para el análisis se observa el rendimiento de los 
diferentes protocolos, teniendo en cuenta los cam-
bios en la topología de red. Los parámetros de ren-
dimiento que se tienen en cuenta son:
Troughput: '  )'$ 9 % 
través de la red.
 	 
 	   
qué tanto tiempo se demora el establecimiento de 
la comunicación, usando determinado protocolo.
Cantidad de paquetes perdidos: qué tantos paque-




protocolos en nodos intermedios y extremos.  El 
análisis de resultados se fundamenta en la compa-
$"/'%&#
las simulaciones realizadas, nodo a nodo.
Troughput:'"&4%
el nodo 1, el troughput es mayor con la aplicación 
del protocolo AODV, mientras que, con DSR y 




dio una mayor transferencia de paquetes que con 
DSDV y ninguna con DSR. 
 	 
 	   
'"&4^-
blecimiento de la comunicación es más rápido en 
el protocolo AODV. Incluso hay casos en los que 
mediante el uso de protocolos como DSR y DSDV 
no se logra la comunicación durante el tiempo 
de simulación. En la Fig. 5 se observa que en el 
"G>
comunicación después de 2 segundos, pero se in-
terrumpe, por el movimiento de los nodos. Pero 
'/
&"
ver que con el uso del protocolo AODV en el nodo 
4 & & 
comunicación pero, dura muy poco tiempo. De la 
Fig. 7 se desprende, que con el protocolo DSR, en 
4&'$
varias ocasiones aunque se presenta gran inesta-
bilidad.
Fig. 3. Troughput en nodo 1AODV. Como se puede ver la 
comunicación se logra establecer antes de 4 segundos y esta 
'#'"'$
Fig. 4. Troughput en nodo 1DSDV. Se observa que la comu-
nicación no logra esablecerse durante la simulación.
Fig. 5. &"G>'"'-






Cantidad de paquetes perdidos: en la Fig. 9, se 
observa que el número de paquetes perdidos apli-
cando DSR es mayor que utilizando el protocolo 
AODV, mientras que con DSDV no hay paquetes 
recibidos ni perdidos ya que no se logra siquiera 
establecer la comunicacion. Con AODV un por-
centaje de 0 perdidas,  mientras que con DSR exis-
te un 2,5%.
Fig. 9. Comparacion entre paquetes recibidos y paquetes per-
didos.
7. CONCLUSIONES
Del anterior estudio se desprende que a nivel ge-
neral el protocolo AODV, presenta un mejor des-
empeño, ya que con este se logra de manera más 
rápida el establecimiento de la comunicación, se-
guido de DSR, mientras que DSDV no estableció 
comunicación durante el tiempo estimado para la 
'$W9#-
do en estudios anteriores, que muestran que los 
protocolos reactivos presentan mejor desempeño, 
para este tipo de redes, en relación con los proac-
353X_53X^53_Y53__53_53_|53_(5
Se puede ver que con el protocolo AODV se reci-
ben menos paquetes que DSR. Esto se debe a que 
cuando la ruta se inválida, por el movimiento de 
algún nodo, se envía un mensaje RERR, haciendo 
que baje la tasa de envió hasta que se descubra 
una nueva ruta, mientras que en DSR y DSDV, por 
su funcionamiento no sucede esto. Pero una vez 
se logra el enlace con AODV, este es más esta-
ble. Por otra parte se observa que el porcentaje de 
paquetes perdidos en AODV es mucho menor, el 
0%, mientras que en DSR el porcentaje es mayor 
2,5%. Esto es debido a que DSR se demora más 
en restablecer la ruta, una vez se ha roto el enlace, 
cuando se presenta mayor congestión en la red. 
De ahí que se puede decir que en redes pequeñas 
y por tanto menos congestionadas, el protocolo 
DSR puede desempeñarse mejor que  AODV, que 
en vez de ser ventajoso, produciría efectos no de-
seados como el overead. De esto se desprende que 
un factor importante al seleccionar el protocolo 
a utilizar es el tamaño y escalabilidad de la red. 
De ahí que los estudios sobre los protocolos para 
las VANETs, pueden dirigirse al planteamiento de 
protocolos que tengan en cuenta la topología de la 
red, por ejemplo protocolos como los geocast, que 
permiten optimizar el mecanismo de descubri-
miento, establecimiento y mantenimiento de rutas, 
al controlar la inundación, teniendo en cuenta la 
"$&&/#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