




File Transfer Protokol atau FTP merupakan salah satu protokol internet yang paling awal 
dikembangkan, dan masih digunakan sampai saat ini dalam melakukan pengunduhan (download) 
dan pengunggahan (upload) antara berkas-berkas komputer antara klien dengan server. File Transfer 
Protokol digunakan oleh banyak kalangan diantaranya adalah perusahaan, intitusi, dan universitas 
untuk keperluan distribusi file-file penting mereka. 
Pada penelitian ini bertujuan untuk mengimplementasikan Secure FTP pada Laboratorium 
Teknik Informatika Universitas Pasundan Bandung, yang sebelumnya sudah memiliki layanan FTP, 
dan melakukan pengujian keamanan serta performansi terhadap Secure FTP dan FTP, pengujian 
keamanan dilihat dari authentifikasi client terhubung dengan server, dan prosentase paket yang tidak 
terenkripsi selain itu penelitian ini juga menguji performansi dari kedua FTP tersebut. Aspek 
performansi yang diujikan mencakup delay, throughput, terhadap pengiriman single file atau multi 
file dan mengetahui total jumlah paket yang tertangkap pada protokol dari kedua model FTP tersebut. 
Dari hasil pengujian didapatkan kesimpulan bahwa Secure FTP mempunyai tingkat 
keamanan yang lebih tinggi dibandingkan FTP yang sudah ada sebelumnya. Selain itu, pada aspek 
performansi Secure FTP lebih unggul pada waktu yang dibutuhkan dalam melakukan download dan 
upload single serta multi transfer file dan pada hasil nilai throughput dari kedua FTP tersebut, jenis 
FTP yang memiliki nilai throughput lebih kecil dari Secure FTP, Sehingga Secure FTP lebih baik 
dalam pelayanan waktu yang digunakan terhadap kebutuhan yang ada.  






 File Transfer Protocol or FTP is one of the earliest developed internet protocols And  still 
used today to download and upload  computer files between client and server. File Transfer Protocols 
are used by many people including companies, institutions, and universities, the purpose is for 
distribution of their important files.   
 In this study aims to implement Secure FTP at the Laboratory of Informatics Engineering 
Pasundan University Bandung, Which previously had FTP services, and conducted security testing 
and performance against Secure FTP and FTP, Security testing seeing from client authentication 
connected with the server, And the percentage of unencrypted packets beside  that this study also test 
the performance of both FTP, The performance aspect tested includes delay, Throughput, toward  
send single file or multi files and knowing the total number of packets caught on the protocols of 
both FTP models. 
 From the test results it can be concluded that Secure FTP has a higher level of security 
than pre-existing FTP. In addition, the Secure FTP performance aspect is superior when we download 
and upload single and multi file transfers and on the result of the throughput value of the two FTP, 
the FTP type that has a throughput value is smaller than Secure FTP, so Secure FTP is better in 
Service time of what needed.  
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