ABSTRACT P3P(Platform for Privacy Preference) that is used in the World Wide Web is a standard to define and negotiate policies about definition, transmission, collection, and maintenance of personal information. Current P3P standard provides methods that define client personal information protection policy and P3P policy associated with web server. It also provides a method that compares these two policies. The current P3P standard, however, does not handle detail functions for safe transmission of the personal information and data.
<표 4> S-P3P 프로토콜 용어 정의 <표 5> S-P3P 프로토콜 전체 과정
Step Client Transport data Web Server
Step 
S-P3P: P3P 표준을 반영한 보안 프로토콜 설계 및 분석 549
Step 2'
<표 8> 동일 웹 서버의 다른 서비스를 이용 -Step 2와 Step 3 대체 프로토콜 수행 과정
Step Table   UCN 대칭키 인증서 1 (증명) 메시지 무결성 및 기밀성 보장 (증명) 웹 서버 인증 (증명) 사용자 인증
사용자는 웹 서버로부터 수신한 의사 난수에 전자서명을 생성하여 웹 서버에 제공함으로써 자신이 공개키에 대응하는 개인키를 소유한 정당한 사용자임을 증명한다. (증명) 수신부인방지 
