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Tato bakalářská práce se převáţně zaměřuje na problematiku sítí a jejich klíčových 
prvkŧ, kterými jsou směrovače. Cílem je objasnit principy směrování a funkce 
směrovačŧ rozšířené o informace týkající se směrovacích protokolŧ a jejich vzájemné 
rozdělení. Praktická část se zabývá realizací apletŧ, které slouţí pro výukové účely. 
Detailně popisují zpŧsoby práce směrovačŧ a jejich vnitřní strukturu. Zárověň se také 
zabývají principy dvou významných směrovacích protokolŧ, kterými jsou Open 
Shortest Path First (OSPF) a Routing Information Protocol (RIP). Všechny aplety jsou 
vloţeny na webové stránky, které svým návštěvníkŧm přibliţují problematiku 
směrování i s tím souvísející informace. 
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This bachelor thesis is mainly focused on the network functionality and its key 
component, the router. The main points of this work are an explanation of the network 
principles and router functions which are extended with information about routing 
protocols and its mutual separation. The practical part considers a realization of applets 
which should serve as a school software. In detail they explain the way of routing 
protocols work and its inner structure. Simultaneously consider the principles of two 
significant routing protocols such as Open Shortest Path First (OSPF) and Routing 
Information Protocol (RIP). All of the applets are finally loaded on the web page which 
helps their visitors understand the complexity of routing and other infomation. 
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Neţ  se stal Internet světovým fenoménem a získal podobu, pod jakou jej 
nyní známe, urazil velmi dlouhou cestu a to od prvních krŧčkŧ, jakým byla síť 
ARPHANET aţ po dnešní celosvětovou internetovou síť vyuţívanou více 
neţ miliardou uţivatelŧ.   
  
Základní myšlenkou bylo vytvořit systém, díky němuţ by bylo moţné sdílet 
data na velké vzdálenosti. To znamenalo sestavit síť propojených počítačŧ, jenţ by 
byly schopny vzájemně komunikovat. Systém, který umoţňuje komunikaci počítačŧ 
mezi sebou, známe pod názvem přepojování datových jednotek. Princip je rozdělit 
data na menší části (rámce, segmenty, atd.), zaopatřit je informacemi o pŧvodu a cíli 
cesty a  poté je odeslat do sítě. Avšak aby byla data schopna nalézt svŧj cílový bod, 
musí se jim na jejich cestě pomoci. Tento pomocník se nazývá směrovač.   
  
Směrovač  je hardwarový prvek sítě, jenţ zajišťuje předávání  dat z místa A 
do místa B za pomoci směrovacích tabulek.  
 
Právě  směrovačŧm a zpŧsobŧm směrování se věnuje tato práce. Je v ní 
pojednáno o principech fungování směrovačŧ, přes jejich sloţení aţ po síťové 
protokoly, jeţ jsou nezbytné pro směrování.   
  
Výstupem práce je tvorba apletŧ vhodných pro podporu výuky, které  budou 
následně vloţeny na webové stránky zabývající  se problematikou směrování.   
  
Jednotlivé aplety mají nezasvěceným zájemcŧm přiblíţit principy směrování 
a funkci některých směrovacích protokolŧ. Celkem budou vytvořeny tři aplety, 
z nichţ dva se  zabývají tvorbou směrovacích tabulek u protokolŧ Open Shortest Path 
First (OSPF) a Routing Information Protocol (RIP). Poslední aplet zahrnuje globální 
pohled na směrování jako takové a zároveň zobrazuje vnitřní strukturu směrovače 
a dělení jednotlivých dat podle priorit.   
 
Druhou částí této práce je tvorba webových stránek, které jsou stejně  jako 
všechny aplety vytvořeny v programu Adobe Flash CS3 a obsahují informace 
o směrování, směrovacích protokolech i o funkcích směrovače, čímţ ucelují pohled 
na celou problematiku směrování.   
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2. PRINCIP SMĚROVÁNÍ 
 
Mezi základní cíle tvorby sítí patří správná adresace uzlŧ. Bez adresace by nebylo 
moţné detekovat místa v síti, kde se uzly nacházejí a nedošlo by k nalezení správné 
cesty a přenesení poţadovaných dat. Při adresaci se kaţdému uzlu přiřadí jeho adresa 
a díky tomu se stane plnohodnotným prvkem sítě. Adresací uzlŧ se však v této práci 
zabývat nebudeme. Pro nás je dŧleţitější proces, který zajistí výběr nejvhodnější 
cesty od odesílatele aţ k cíli a následně přenese i poţadovaná data. Tímto procesem 
se nazývá směrování. 
 
Směrování se pouţívá téměř u všech zpŧsobŧ přenosu informace. Od spojově 
orientovaných přenosŧ, kde se hledá ideální cesta pouze při sestavování okruhu (poté 
uţ není potřeba ji dále měnit), aţ po paketové přenosy, kde se naopak směruje kaţdý 
paket. Nám bude pro názornost lépe vyhovovat paketový přenos, z dŧvodu nutnosti 
opakovaného vyhledávání ideální cesty. 
 
U směrování je z hlediska pouţití nejvýznamnější síťová vrstva referenčního 
modelu OSI ISO. (Více informací o referenčním ISO OSI modelu se mŧţete 
dozvědět z [4].) Směrovací protokoly však nemusí být nutně nasazeny pouze 
v síťové vrstvě. Spíše naopak. Mŧţeme je nalézt také v transportní vrstvě i výše. 
Takovéto sestavení se vyuţívá v praxi u TCP/IP modelu. 
 
Jak jiţ bylo naznačeno, směrování se skládá ze dvou hlavních funkcí. První 
funkcí je přenos dat dle předem zvolené cesty, která je uloţena ve směrovací tabulce 
směrovače. Druhou funkcí je udrţování a pravidelné aktualizování směrovací 
tabulky. Směrovací tabulka je klíčová část směrovače, díky níţ se rozhoduje na 
základě předem nadefinovaných poţadavkŧ, která cesta k cíli bude zvolena. Nicméně 
směrovacími tabulkami se budeme podrobněji zabývat aţ později. [8] 
 
Pro jednodušší pochopení směrování vyuţijeme srovnání s normálním 
ţivotem. Jako příklad nám poslouţí model pošty. 
 
Na poštu dorazí pytel s dopisy, které se následně začnou třídit. Kaţdý 
pracovník má několik pytlŧ s cedulkami, na kterých je napsána oblast doručení. 
Potom, jakmile si pracovník vybere nějaký dopis, zkontroluje jeho poštovní 
směrovací číslo a vhodí jej do správného připraveného pytle. Pytel se poté naloţí 
a odveze do oblasti, kam přísluší. Tam probíhá další směrování. Opět si pracovník 
pošty vybere dopis, ale tentokrát jiţ nekontroluje poštovní směrovací číslo, ale 
město, případně městskou část. Zase vhodí dopis do pytle a ten uţ dále cestuje přímo 
na konkrétní městskou poštu. Tam probíhá poslední dělení, kdy se dopisy rozdělí 
podle ulic, čísel popisných a jmen adresátŧ. Poté uţ stačí rozdělené dopisy doručit 
jejich majitelŧm. 
 
Na podobném principu pracuje i směrování IP datagramŧ u směrovačŧ. Zde 
se nepouţívá adresa a poštovní směrovací číslo, ale IP adresa a maska sítě. IP adresa 
je analogií k městu a poštovnímu směrovacímu číslu, zatímco maska sítě znázorňuje 
ulici a číslo domu. Jelikoţ pochopení IP adresace je pro nás dŧleţité, budeme se jím 
nyní podrobněji zabývat. [2][3] 
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2.1 Internet Protocol verze 4 (IPv4) 
 
Hlavním smyslem IP adres je přesné určení síťového rozhraní v systému. Zkratka 
IPv4 znamená Internet Protocol verze 4. Jedná se o IP adresy, které se skládají pouze 
ze 4 bajtŧ, tj. 32 bitŧ. Jednotlivé bajty jsou od sebe odděleny tečkou a kaţdý bit mŧţe 
dosahovat hodnot 0 nebo 1. Jedná se tzv. o zápis v binární soustavě. IPv4 adresy ale 
nemusíme zapisovat pouze v binární soustavě. Zaprvé by bylo velmi zdlouhavé 
vypisovat 32 znakŧ a za druhé by to bylo náročné i na zapamatování. Proto se 
v reálném ţivotě spíše vyuţívá zápis v dekadické notaci. Případně mŧţeme pouţít 
i hexadecimální vyjádření. Zde je názorná ukázka: 
 
Pouţijeme adresu domovské stránky Vysokého učení technického v Brně. Ta 
je 147.229.2.90. Máme tedy IPv4 adresu zapsanou v dekadické notaci. Ale jak jiţ 
bylo řečeno, zápis v desítkové soustavě není jediný. Rozeznáváme tři základní druhy: 
 
1. Binární zápis:  10010011.11100101.00000010.01011010 
(Jednotlivá čísla jsou převedena do dvojkové soustavy.) 
 
2. Dekadický zápis: 147.229.2.90 
 
3. Hexadecimální zápis: 93.e5.2.5a 
(Stejný princip jako u dvojkové notace s jediným rozdílem, ţe se zde čísla 
převedou do šestnáctkové soustavy.) 
 
IPv4 adresa se dále dělí na dvě části. Na část adresy sítě a na část adresy 
konkrétního počítače. Té se také říká hostitelská adresa. Bohuţel neznamená to, ţe 
by první dva bajty znázorňovaly adresu sítě a druhé dva bajty hostitelskou adresu. 
Řešení je podstatně sloţitější. Abychom je dokázali od sebe rozeznat, musíme se 
nejdříve vrátit o několik let nazpět. [3][8] 
 
Pŧvodně byly adresy rozděleny do tříd a u kaţdé třídy bylo přesně řečeno, 
která část adresy je síťová a která hostitelská. Celkem existuje pět tříd: 
 
Třída A: Určujícím bitem byl první bit. Pro třídu A to byla 
hodnota 0 (02). První bajt, čili prvních 8 bitŧ, určoval 
adresu sítě. Zbylé tři bajty určovaly adresy počítačŧ 
v rámci sítě. To umoţňovalo mít aţ 128 adres v síti. Ve 
skutečnosti jich ale bylo pouze 126, protoţe adresy 010 
a 12710 byly vyuţity pro speciální účely, které budou 
vysvětleny později. V kaţdé z těchto sítí je 224 – 2 adres 
pro počítače. Opět jako u adresy sítě mají adresy se 
samými nulami a samými jedničkami speciální 
význam. 
 
Třída B: Určující jsou zde první dva bity, které nabývají hodnot 
1 a 0 (102). Na rozdíl od třídy A zde určuje adresu sítě 
nejenom první bajt ale i bajt druhý. Zbylé dva bajty 
jsou rezervovány pro adresy počítačŧ. Mŧţeme tedy 
mít 214 sítí a 216 – 2 počítačŧ v kaţdé síti. 




Třída C: Zde jsou určující první tři bity. Pro třídu C to jsou 1, 1 
a 0 (1102). Adresu sítě potom určují první tři bajty. Na 
adresu počítačŧ tedy zbyl uţ pouze bajt jeden. To nám 
v konečném dŧsledku dává 222 sítí a v kaţdé síti 128 - 2 
počítačŧ. 
 
Třída D: Tato třída je poněkud specifická. Nedělí se totiţ na 
adresu sítě a adresu počítače, nýbrţ je celá vyuţita pro 
tzv. multicast (adresný oběţník). Od ostatních tříd ji 
dělí nastavení prvních čtyř bitŧ na hodnoty 1, 1, 1 a 0 
(11102).   
 
Třída E: Obsahuje zbylé adresy a je připravena jako záloha pro 
budoucí vyuţití. 
 
Jelikoţ toto vysvětlení mŧţe být matoucí, mŧţeme si dané rozdělení 
prohlédnout ještě jednou v následující tabulce: 
 
 
Tabulka 1: Třídy IPv4 adres [3] 
 
Třída 
4 bajty = 32 bitů 
0 – 7 bitů 8 – 15 bitů 16 – 23 bitů 24 – 31 bitů 
1. bajt 2. bajt 3. bajt 4. bajt 
A 0 . . . . . . . Adresa počítače 
B 1 0 . . . . . . . . . . . . . . Adresa počítače 
C 1 1 0 . . . . . . . . . . . . . . . . . . . . . 
Adresa 
počítače 
D 1 1 1 0 . . . .                                                zbytek je určen pro multicast                                       
E < 23910                                Zbylé adresy jsou využity pro budoucí účely                          
 
 
Nyní je čas vysvětlit, co je míněno speciálními účely u adres začínající 010 
a 12710. V případě adresy sítě 010 se jedná o tento konkrétní počítač. Naopak adresa 
sítě 12710 znázorňuje, ţe se jedná o tzv. všeobecný oběţník. Všeobecný oběţník je 
speciální druh IPv4 adresy. Mimo něj existují i další druhy: 
 
Unicast: Adresa konkrétního počítače (např. jiţ dříve zmíněná 
adresa VUT 147.229.2.90). 
 
Broadcast: Všeobecný oběţník. Lze jej rozeslat všem stanicím 
v rámci jedné sítě. 
 
Multicast: Adresný oběţník. Je adresován konkrétním počítačŧm 
a na rozdíl od všeobecného oběţníku jej mŧţeme 
rozeslat i do jiných sítí. 
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Loopback:   Programová smyčka. Nikdy neopustí stanici. 
 
V prŧběhu dalších let se zjistilo, ţe rozdělení do pěti adresních tříd není úplně 
vhodné. Bylo to dáno tím, ţe některé třídy byly zahlceny a některé byly nevyuţity. 
Proto se postupem času začalo od tohoto rozdělení upouštět. Definitivně se na něj 
zapomnělo při vzniku norem RFC-1517 aţ 1520. Pod tímto číslem se skrývá tzv. 
Classless Inter-Domain Routing, zkráceně CIDR. Mŧţe být volně přeloţeno jako 
beztřídní adresování. Tento systém byl více flexibilní a umoţňoval dělení sítí za 
vyuţití masky podsítě. [3] 
 
Maska podsítě neboli subnet mask je ve skutečnosti nástroj, díky kterému 
jsme schopni rozeznat, která část IPv4 adresy je adresa sítě a která je adresou 
konkrétního počítače. Další funkcí masky je rozdělení sítí na podsítě. Maska má 
stejnou velikost (čtyři bajty) a tvar zápisu jako IPv4 adresa. Jedná se tedy o čtyři 
čísla dosahující hodnot 0-255, která jsou od sebe oddělena tečkou. V binárním zápisu 
začíná kaţdá maska jedničkami a počet jedniček určuje síťovou část. Nuly naopak 
znázorňují část určenou pro síťová zařízení. Zde je ukázka masky podsítě: 
 
Dekadicky:    255.255.0.0 
Binárně:  11111111.11111111.00000000.00000000 
 
Tato maska by ve spojení s rozdělením IPv4 adres do tříd, znázorňovala třídu 
B. Analogicky třída A by měla masku 255.0.0.0 a třída C 255.255.255.0. Ostatní 
třídy masky nemají.  
 
Výhodou beztřídního adresování je, ţe díky masce nemusí být adresa sítě 
rozdělena podle bajtŧ, ale podle bitŧ. To znamená, ţe dochází k detailnějšímu 
rozdělení a tím i lepšímu vyuţití sítě. Jak jiţ bylo uvedeno dříve, maska se skládá 
zleva z nepřerušované řady jedniček. Právě tato řada určuje adresu sítě. Vyjádření 
adresy sítě z IPv4 adresy si ukáţeme na následujícím příkladu: 
 
Pouţijeme opět naši známou IPv4 adresu VUT (147.229.2.90 – v případě, 
ţe bychom ji chtěli rozdělit do tříd, pak se jedná o třídu B. To zjistíme z prvního 
bajtu.) a masku například 255.252.0.0: 
 
IPv4 adresa:  10010011.11100101.00000010.01011010 
Maska:  11111111.11111100.00000000.00000000 
 
 Jestliţe teď provedeme vynásobení IPv4 adresy maskou, jinak řečeno 
provedeme logickou funkci AND, získáme adresu sítě. Ta je v našem případě: 
 
Binárně:  10010011.11100100.00000000.00000000 
Dekadicky:         147.228.0.0 
 
 Pro zjednodušení zápisu nemusíme vţdy vypisovat IPv4 adresu a masku 
podsítě, ale stačí nám pouze IPv4 adresa a počet jedniček určující masku. Protoţe 
máme v naší masce 14 jedniček, bude vypadat zápis takto: 
 
  147.229.2.90/14 
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Na závěr této kapitoly se budeme zabývat IPv4 datagramem a protokolem 
ICMP. Nejdříve začneme IPv4 datagramem. Ten se skládá ze záhlaví a přenášených 
dat. Celková délka datagramu mŧţe být maximálně 65 535 bajtŧ. Je to dáno tím, ţe 
místo v záhlaví pro určení délky celého IPv4 datagramu jsou pouze 2 bajty. Celé 




Tabulka 2: Struktura IPv4 datagramu [3] 
 






Typ služby Celková délka IP datagramu 
5-8 Identifikace Příznaky Posunutí fragmentu 
9-12 Doba života Protokol Kontrolní součet záhlaví 
13-16 IP adresa odesílatele 
17-20 IP adresa příjemce 
- Volitelné položky záhlaví 
- Přenášená data 
 
 
Nyní si popíšeme, co jednotlivé poloţky záhlaví znamenají: 
 
Verze IP: Version. Verzí se myslí typ IP adresy. V našem případě 
se bavíme o IPv4, tudíţ ve verzi bude hodnota 4. 
 
Délka záhlaví: Header Length. Za normálních okolností zde bude 
zapsána hodnota 20 bajtŧ. K základnímu záhlaví se 
však mohou ještě dodat volitelné poloţky, které závisí 
na konkrétních případech. Záhlaví s volitelnými 
poloţkami mŧţe mít maximálně 60 bajtŧ. 
 
Typ služby: Type Of Service. Tato poloţka je poněkud sloţitější, 
protoţe se jiţ několikrát změnilo její vnitřní dělení. 
Obecně se zde řeší problém zajištění šířky pásma pro 
přenos. V síti internet se příliš nepouţívá. 
 
Celková délka IP  
datagramu:  Total Length. Jak jiţ bylo zmíněno dříve, v této poloţce 
nalezneme hodnotu určující celkovou velikost daného 
IP datagramu. 
 
Identifikace:   Identification. Zde se identifikuje IP datagram. 
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Příznaky: Flags. Kontrolují fragmentaci IP datagramu společně 
s identifikačním polem. 
 
Posunutí fragmentu:  Fragment Offset. Indikuje posunutí fragmentu od 
počátku. 
 
Doba života: Time To Live (TTL). Udává hodnotu kolika směrovači 
mŧţe daný datagram projít. To znamená, ţe kaţdý 
směrovač, který tento datagram směruje dále, mu sníţí 
hodnotu TTL o jedna. Děje se tak z dŧvodu, aby 
nedocházelo k bloudění nedoručených datagramŧ sítí 
a tím nedocházelo k nechtěnému zahlcení. V případě, 
ţe TTL dosáhne nuly, je datagram zahozen. 
 
Protokol: Protocol. Protokol vyšší vrstvy. V praxi se příliš často 
nesetkáme s tím, ţe by se IPv4 datagram přenášel IP 
protokolem. Pro transport se spíše vyuţívá protokolŧ 
vyšších vrstev, jako jsou například protokoly UDP nebo 
TCP. 
 
Kontrolní součet záhlaví:  Header Checksum. Číslo udávající součet záhlaví. 
Slouţí k tomu, aby předcházelo chybám v záhlaví. 
 
Adresa odesílatele a adresa  
příjemce:    Source Address, Destination Address. 
 
Volitelné položky:  Options. Zde závisí na kaţdém, jaké poloţky si v této 
části nastaví. Moţnosti jsou např. zaznamenání 
prŧchozích směrovačŧ, času, explicitní směrování, 
atd… Na konci je tzv. padding. Jedná se o nulové bajty, 
které jsou přidány na konec, aby se zachovala integrita 
délky záhlaví, čili 32 bajtŧ. 
 
IMCP (Internet Control Message Protocol) je sluţební protokol, který se 
převáţně zabývá signalizací. Je součástí IPv4 protokolu a také do něj své pakety balí. 
Stará se o např. o zasílání chybových zpráv. Mezi nejpouţívanější IMCPv4 
datagramy patří Echo Request, Echo Reply, Redirect a další. Detailnější informace 
o IMCPv4 protokolu získáte z [3]. 
 
Je třeba dodat, ţe při vzniku adresování typu IPv4 se rozsah moţných adres 
zdál být nevyčerpatelný. Později se ale ukázalo, ţe se jedná o omyl. V dŧsledku toho 
se v dnešní době setkáme s tzv. statickou a dynamickou IPv4 adresou. Uţ podle 
názvu lze odhadnout, co se tím asi míní. Statická adresa je neměnná, to znamená, ţe 
při kaţdém připojení počítače do sítě se daná stanice hlásí pod stejnou IPv4 adresou. 
Naopak u dynamického přidělování adres se při kaţdém připojení vyţádá přidělení 
nové adresy (v praxi se spíše ţádá o prodlouţení stávající adresy). Většinou novou 
IPv4 adresu přiděluje DHCP server, který ji vybere ze své tabulky volných IPv4 
adres. Tento systém vyuţívá skutečnosti, ţe ve stejnou dobu nebudou připojeny 
všechny počítače. Protoţe tato situace mŧţe teoreticky nastat a zároveň i proto, ţe 
počet zájemcŧ o IPv4 adresu je stále větší, vzniklo několik moţných zpŧsobŧ, jak 
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tuto sloţitou situaci řešit. Jednou z moţností je Network address translation (NAT). 
Jak uţ lze z názvu vyčíst, jedná se o překlad adres. Ty se potom mohou opakovaně 
pouţít v rŧzných částech sítě. Další moţností je recyklace. Adresy, které byly dříve 
přiděleny a dnes se uţ nevyuţívají, se odeberou pŧvodnímu majiteli a přidělí novému 
zájemci. Třetí moţností a asi nejpravděpodobnější je přechod z IPv4 na IPv6. Více 
o IPv6 nalezneme v následující kapitole. [1][3] 
 
 
2.2 Internet Protocol verze 6 (IPv6) 
 
V roce 1995 se dostal na svět nový standard. IP protokol verze 6, zkráceně IPv6. 
(Někdy také nazývaný IP protokol nové generace – IPng.) Hlavní změnou oproti 
IPv4 je zvětšení adresy ze 4 na 16 bajtŧ. IPv6 obsahuje celkem 2128 adres, coţ asi 
zhruba odpovídá 5*1028 adres pro kaţdého dnes ţijícího člověka na zemi. A opravdu 
tento rozsah by uţ měl být nevyčerpatelný. Vzhledem k tak obrovskému počtu adres 
je snazší směrování i přečíslování. Je to dáno hierarchickým uspořádáním IPv6 adres.  
 
Na rozdíl od IPv4 není třeba vyuţívat CIDR (Classless Inter-Domain 
Routing), který byl zmíněn v souvislosti s beztřídním adresováním u IPv4 pro lepší 
vyuţití adresního prostoru. Stejně jako u IPv4 se budeme u IPv6 nejdříve zabývat 
adresací. A začneme zápisem. Stejně jako u IPv4 se pouţívají 3 typy zápisu: 
 
Typ č.1:  0123:5678:0000:0000:0000:00AB:0000:CDEF 
Kaţdá číslice je zapsána v šestnáctkové soustavě a zastupuje 
4 bity. To je 4*4*8 bitŧ, coţ se rovná 128 bitŧm celkem. Ty 
jsou potom rovny 16 bajtŧm. Čili opravdu se jedná 
o 16 bajtovou IPv6 adresu. 
 
 Typ č. 2: 123:5678:0:0:0:AB:0:CDEF neboli 123:5678::AB:0:CDEF 
Nebudeme zde vyuţívat jinou notaci neţ šestnáctkovou. Bude 
se spíše jednat o zkrácený zápis. Zapisujeme pomocí zdvojené 
dvojtečky. Ta nahrazuje libovolné mnoţství čtveřic nul, ale 
mŧţe se v adrese vyskytnout pouze jednou. 
 
Typ č.3: 13::B53: 147.106.45.2 
U tohoto typu je poslední čtveřice vyjádřena stejně jako 
u IPv4, čili kaţdý bajt je vyjádřen v desítkové notaci. Tento 
zápis je výhodný na místech, kde se budou setkávat IPv4 
a IPv6. 
 
Obdobně jako u IPv4 se i u IPv6 adresy zapisují ve tvaru prefixu. Ten je následován 
počtem jedniček, které udávají adresu sítě. Např. 91::3:1/62. 
 
U IPv6 se rozlišují 3 druhy adres: 
 
Unicast: Adresa, která je přiřazena jednomu konkrétnímu 
síťovému rozhraní. Skládají se z adresy sítě (prvních 64 
bitŧ) a adresy počítače (zbylých 64 bitŧ). 
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Anycast: Tato adresa je přiřazena několika síťovým rozhraním, 
ale datagram adresovaný typem anycast bude doručen 
pouze jednomu rozhraní, topologicky nejbliţšímu. 
Zatím není zcela jasné, k čemu se budou adresy anycast 
pouţívat, ale jednou z moţností je např. adresace 
přístupového bodu z mobilního zařízení. 
 
Multicast: Adresa je přiřazena skupině zařízení a datagram je 
doručen na všechna tato zařízení. Rozlišit je od 
ostatních typŧ mŧţeme podle toho, ţe mají v prefixu 
v prvním bajtu samé jedničky (psáno binárně). 
 
Jak jiţ bylo zmíněno, tento protokol zajišťuje zvětšení IP adresy ze 4 na 16 
bajtŧ a prakticky přináší zcela nový pohled na stavbu IP datagramu. Ten má sice 
stejnou maximální velikost, tj. 65 535 bajtŧ, ale změnila se velikost a uspořádání 
záhlaví diagramu. Pŧvodní velikost záhlaví byla u IPv4 pouze 20 bajtŧ (bez 
volitelných poloţek), nyní je dvojnásobná, čili 40 bajtŧ. Mŧţe se to zdát hodně, ale 
musíme si uvědomit, ţe jen 32 bajtŧ se spotřebuje na adresu odesílatele a adresu 




Tabulka 3: Struktura datagramu IPv6 [3] 
 






Identifikace toku dat 
5-8 Délka dat Další hlavička Počet skoků 
9-24 IP adresa odesílatele 
25-40 IP adresa příjemce 
- Další hlavičky 
- Přenášená data 
 
 
Verze IP:  IP Version. Stejně jako u IPv4 se zde zapíše číslo verze 
IP datagramu. To je v tomto případě 6. 
 
Třída dat:  Traffic Class. V této hlavičce se rozhoduje o dŧleţitosti 
přenášených dat. Je to nezbytné pro případy zahlcení 
sítě. V případě, ţe se bude jednat o nedŧleţitá data, 
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bude směrovačem tento datagram zahozen. Nabývá 
hodnot 0-15, kde vyšší hodnota znamená větší 
dŧleţitost. Dělí se na dvě pŧlky. První je určena pro 
normální provoz, druhá pak pro přenosy v reálném 
čase. Například multimediální sluţby. 
 
Identifikace toku dat:  Flow Label. Zde se jedná o velkou novinku oproti 
protokolu IPv4. Jelikoţ se při směrování velice často 
vyuţívá stejné cesty pro pakety jednoho přenosu, ale 
směrování se musí provádět pro kaţdý paket zvlášť, 
byla vymyšlena tato hlavička. Smysl spočívá v tom, ţe 
bude kaţdému paketu jednoho přenosu přiděleno číslo, 
tzv. identifikace. Směrovač potom bude muset 
směrovat pouze první paket, protoţe zbylé uţ bude 
posílat pouze stejným směrem na základě daného 
identifikačního čísla. Hodnoty bude mít uloţeny 
v paměti a při příchodu paketu si je jenom prohlédne. 
Paměť bude mazána po 6s. 
 
Délka dat:  Payload Length. Určuje délku IPv6 datagramu bez 
základního záhlaví, tj. 65 535 bajtŧ. Mŧţe však být 
navýšena pomocí další hlavičky aţ na délku 4 GB. 
 
Další hlavička:   Podobné libovolným poloţkám u IPv4. Tímto 
zpŧsobem mŧţeme rozšiřovat velikost záhlaví IPv6 
datagramu. V tomto poli se určuje typ následující 
hlavičky. To mohou být např. informace pro 
směrovače, záhlaví fragmentu, autentizační hlavička 
nebo bezpečnostní hlavička a další. 
 
Počet skoků:  Hop limit. Analogií v IPv4 je TTL. Určeno 
k zahazování zatoulaných datagramŧ, případně 
k nalezení nejkratší cesty. 
 
Adresa odesílatele a adresa  
příjemce:   Source Address, Destination Address. 
 
ICMPv6 protokol je novou verzí protokolu ICMPv4 vyuţívaného v IPv4. 
Novinkou je sloučení více funkcí do jednoho protokolu. Pŧvodně bylo třeba více 
protokolŧ k určení základních věcí, jako třeba IGMP a ARP (překlad IP adres na 
linkové adresy), které jsou teď všechny uloţeny v IMCPv6. Mimo jiné poskytuje 
i mnohá zjednodušení. Svoji hlavní funkci si však drţí stále. Tou je signalizace 
chybových stavŧ. A stejně jako u IPv4 se IMCPv6 balí do IPv6 datagramŧ. 
 
IPv6 udělal opravdu velký krok kupředu a v dnešní době je uţ téměř všemi 
aplikacemi podporován, i kdyţ se zatím příliš často nepouţívá. Nicméně je to jen 
otázkou času neţ bude muset společnost přesedlat z teď jiţ velmi přetěţovaného 
IPv4 na nový moderní IP verze 6.[3] 
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2.3 Sítě a autonomní systémy 
 
Díky maskám je moţné sítě dále dělit na podsítě, popř. i supersítě. V případě podsítě 
má maska více jedniček neţ její nadřazená síť. S tím souvisí i IP adresy. Mnoţina IP 
adres podsítě je podmnoţinou IP adres pŧvodní sítě. Podsítě by měly být rozděleny 
tak, aby se vzájemně nepřekrývaly a tím nedocházelo k nedoručení dat. 
 
Mimo podsítě existují i tzv. supersítě. Ty se pouţívají k agregaci sítí a mají 
méně jedniček neţ standardní síťové masky. Agregace je vhodná pro směrování i pro 
administrativu. 
 
Supersíť je nadřazena sítím, které jsou dále nadřazeny podsítím. Zdálo by se, 
ţe supersíť je vrcholovým bodem dané hierarchie, ale tak tomu není. Supersíť se 
zodpovídá ještě vyšší instanci, kterou je autonomní systém. 
 
Autonomní systém, zkráceně AS, je nezávisle fungující část, která je zvenčí 
neviditelná a funguje jako jeden celek. Ze vzdáleného pohledu na Internet bychom 
mohli říct, ţe se dělí do jednotlivých autonomních systémŧ. Je to vhodné z hlediska 
směrování i správy, protoţe v tabulce směrovačŧ vzdálených AS mŧţe daný AS 
a jeho interval adres vystupovat jako jedna poloţka. Tím se sniţují nároky na paměť 
a zároveň se i zjednoduší správa. Směrování mezi autonomní systémy je zaloţeno na 
protokolu BGP, kterému se budeme věnovat později. S okolím mŧţeme AS propojit 
pomocí jednoho nebo více směrovačŧ. Většinou AS náleţí poskytovatelŧm internetu 
(providerŧm). Ti dostanou rozsah IP adres, které dále dělí. 
 
Autonomnímu systému je vţdy přiřazeno číslo z rozsahu 1-65535. Tímto 
číslem se daný AS identifikuje. Dá se toho dobře vyuţít při směrování, protoţe se 
často setkáme s tím, ţe nechceme, aby naše data šla přes určité autonomní systémy. 
Díky identifikátoru je mŧţeme z trasy odstranit.  
 
Větší AS mŧţeme rozdělit do směrovacích domén, které nazýváme oblastmi. 
Je to výhodné zejména z dŧvodu bezpečnosti, protoţe mezi směrovacími doménami 
probíhá filtrace datových jednotek. Dále je mŧţeme pouţít například pro tarifikaci. 
Autonomní systém si mŧţeme prohlédnout na následujícím obrázku.[3][10] 
  








2.4 Domain Name System (DNS) 
 
S IP adresami a autonomními systémy velmi úzce souvisí i Domain Name System. 
Hodně z nás uţ o něm slyšelo, ale málokdo opravdu ví, o co se jedná. Zjednodušeně 
řečeno, DNS zajišťuje převod IP adres na jména a naopak. Pro člověka by bylo 
velice sloţité zapamatovat si jednotlivé IP adresy a v případě IPv6 by to bylo přímo 
nemoţné. Naštěstí díky DNS to není třeba. Ten má ve své databázi pro IP adresy 
přiřazena doménová jména a kaţdá adresa mŧţe mít ţádné, jedno nebo i více 
doménových jmen.  
 
V případě, ţe se chceme přihlásit na domovskou stránku VUT, napíšeme do 
našeho prohlíţeče „www.vutbr.cz“. Ještě předtím, neţ se uvedený příkaz vykoná, se 
odešle na jmenný server DNS ţádost o překlad vypsané jmenné adresy na IP adresu. 
Ta je v našem případě 147.229.2.90. Aţ poté, co se tento úkon vykoná, dojde 
k navázání spojení s cílovým serverem. Je to dáno tím, ţe počítače mezi sebou 
komunikují pouze prostřednictvím IP adres. 
 
Protoţe doménových jmen je ve světě obrovské mnoţství, není moţné je 
spravovat a uloţit pouze na několik počítačŧ. Proto vznikl distribuovaný systém 
DNS. Ten se skládá ze 13 kořenových DNS serverŧ. Tyto servery jsou rozmístěny po 
celém světě a jedná se o jakýsi nejvyšší bod hierarchické distribuované databáze 
DNS. Na těchto 13 serverech je závislý celý chod sítě internet a v případě, ţe by 
nefungovaly, ať uţ z dŧvodu napadení nebo funkční chyby, nebyla by v provozu ani 
celá síť internet. Jako obrana proti takovýmto případŧm vznikla anycastová zrcadla 
Obrázek 1: Znázornění autonomního systému [3] 
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(anycast mirrors). Anycastové zrcadlo je kopií kořenového serveru. Při výpadku 
kořenového serveru se provoz automaticky převede na jedno jeho zrcadlo. Kaţdý 
kořenový server má několik zrcadel, která jsou rozmístěna po celém světě. Není 
třeba se připojovat přímo na kořenový server, ale na nejbliţší nebo nejlépe dostupné 
zrcadlo, které je v dosahu. I přesto však stále existuje 5 kořenových serverŧ, které 
ţádná zrcadla nemají. 
 
Stejně jako u autonomních systému lze domény dělit dále na subdomény. 
Toto dělení je vhodné např. pro firmy, které se díky subdoménám mohou dělit na 
další oddělení. To přispívá k lepšímu zpřehlednění společnosti.  
 
Jméno se zkoumá zprava doleva. Nejprve se zkoumá tzv. kořenová doména 
(ta nejvíce vpravo, např. cz pro Českou republiku). 
 
Příklad. Máme doménu VUT, která se dále dělí na subdomény, které jsou od 
sebe odděleny tečkou: 
www.utko.feec.vutbr.cz 
 
Kořenovou doménou je zde cz. Základní doménou společnosti je vutbr, které 
se pak dále dělí na subdomény. Subdoména feec znázorňuje název fakulty. Ta se 
ještě dále dělí na další subdoménu utko, která ukazuje, o jaký ústav se jedná. Jak je 
vidět z příkladu, jména tvoří stromovou strukturu společnosti. [3][8][9]. 
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3. SMĚROVAČ A JEHO FUNKCE 
 
Doposud jsme se věnovali směrování jako procesu. Od této chvíle se nám pohled na 
danou problematiku mění. Nyní si objasníme, komu jsme vlastně za směrování 
vděční. Tímto prvkem je směrovač, anglicky router. 
 
 Směrovač je hardwarový prvek sítě pracující na síťové vrstvě, který zajišťuje 
směrování. Funkci směrovače mŧţe plnit například počítač s více síťovými 
rozhraními. Nebo jej také mŧţe zastoupit nový druh přepínačŧ, tzv. L3 přepínače. 
Ovšem nejčastějším směrovacím zařízením je právě směrovač (router). 
 
 Hlavní úkol směrovače je vlastně shodný s úkolem síťové vrstvy. Tím je 
zajistit doručení dat od odesílatele k příjemci. Musí rozhodovat o tom, kudy má 




3.1 Typy směrovačů 
 
Směrovače se dají obecně rozdělit do tří základních skupin podle funkcí, jeţ 
vykonávají nebo jejich polohy v rámci topologie sítě. 
 
 
Páteřní směrovač  
 
Nejsloţitější a nejdraţší. Páteřní směrovač neboli core router patří mezi základní 
kameny sítě internet. Stejně jako i výkonné počítače se musí páteřní směrovače 
relativně často měnit. Směrovač, který je dnes super-směrovačem, bude za několik 
let naprosto nevyhovující. Dŧvodem nemusí být nutně technická závada, ale spíše je 
to dáno tím, ţe tyto routry musí zajišťovat směrování na nevyšší úrovni. Musí být 
schopny zvládat nejnovější záleţitosti, které se objeví. Musí být nadčasové. S tím 
souvisí i moţný a očekávaný přechod na IPv6. V dnešní době uţ většina routrŧ IPv6 
plně podporuje, ale ještě nedávno tomu tak nebylo. 
 
Páteřní směrovače propojují tisíce sítí, ve kterých je obrovský počet 
uţivatelŧ. Zároveň musí podporovat vysoce agregovaný provoz. S tím souvisí 
i veliké nároky na propustnost. Nicméně hlavní poţadavky na páteřní směrovače jsou 
vysoká rychlost, spolehlivost a přiměřená cena. 
 
Mezi kritické operace takovýchto směrovačŧ patří prohledávání směrovací 
tabulky (jejich směrovací tabulky budou čítat tisíce cílŧ, a proto to bude výkonově 
velmi náročné), prohledávání přepojovací tabulky a hardwarová implementace. 
 
Z těchto dŧvodŧ se jedná o nejdraţší typ směrovačŧ vŧbec. Jejich cena se 
šplhá aţ k milionŧm korun. Nejvýznamnějším výrobcem core routerŧ je Cisco 
systems. [2][7] 
  





Dalším typem směrovačŧ je hraniční směrovač (edge router). Tento typ převáţně 
zajišťuje připojení zákazníkŧ k poskytovateli datového připojení. Jinými slovy, jedná 
se o směrovač, který směruje data mezi jednou nebo více místními LAN sítěmi 
a ATM páteřní sítí. Nezáleţí na tom, jestli je to rozsáhlá síť typu WAN nebo tzv. 
campusová síť. Hraniční router je příkladem hraničního zařízení, známého také pod 
názvem edge nebo boundary router, případně ještě access router. Na rozdíl od core 
routerŧ, které zajišťují směrování v rámci sítě, hraniční směrovače směrují mezi 
sítěmi. 
 
  Tento typ směrovače musí být schopný agregace provozu z rŧzných 
přístupových technologií. Mezi nimi mohou být například xDSL, Ethernet, modem 
a další. Zároveň však musí být vybaven velkým počet portŧ. Je to proto, ţe je kladen 
nárok na připojení více sítí mezi sebou. Dalším předpokladem pro dobře vybavený 
hraniční směrovač je podpora protokolŧ pro vzdálený přístup jakými jsou PPTP, 
IPsec, VPN a mnoho dalších. Vzhledem k tomu, ţe je vybaven velkým počtem portŧ, 
je třeba, aby zvládal pracovat i při velké intenzitě provozu.  
 
  Stejně jako core routery vyrábí i edge routery firma Cisco Systems. Ovšem to 
není vše. Vyrábí i poslední typ směrovačŧ, který si teď představíme. A tím je 
podnikový směrovač. [2][7] 
 
 
Podnikový směrovač  
 
Podnikový směrovač neboli enterprise router zastupuje nejniţší úroveň směrovačŧ. 
Jsou na něj kladeny nejniţší nároky, co se týče výkonu a patří i mezi nejlevnější. 
Přesto se jedná o nejpouţívanější typ. Běţně jej mŧţeme vidět téměř u všech 
společností, které jsou připojeny k internetu. 
 
 Jeho hlavní funkcí je propojení koncových stanic a serverŧ. Pracuje na 
hierarchickém uspořádání podsítí. Základní poţadavky na podnikový směrovač jsou 
jiţ zmíněná nízká cena, velký počet portŧ, atd. 
 
  Dŧleţitá je také podpora zajištění kvality sluţeb (QoS – Quality of Service) 
a také podpora skupinového a všesměrového provozu. Protoţe se jedná o podnikový 
směrovač, který uţ většinou bývá připojen přímo do sítě internet, je třeba, aby také 
zajišťoval bezpečnost jeho vnitřní sítě. To znamená, ţe musí obsahovat 
zabezpečovací mechanizmy jako je firewall nebo filtrování provozu. Výhodou je 
také podpora VLAN.  
 
  Tímto uzavíráme kapitolu věnovanou typŧm směrovačŧ a přesuneme se dále. 
Ke sloţení směrovače.[2][7] 
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3.2 Komponenty směrovače 
 
Jak jiţ bylo řečeno, směrovač je hardwarový prvek sítě. Proto je třeba vysvětlit si 
jeho sloţení.  
 
  Skládá se ze šesti základních funkčních blokŧ. Těmi jsou síťové rozhraní, 
blok přepojování, manaţer front, řízení provozu, základní deska a procesor správy 








Síťové rozhraní (Network Interface) 
 
Síťové rozhraní fyzicky ukončuje přenosová média. Přes toto rozhraní se mohou 
pakety dostat dovnitř směrovače k dalšímu zpracování a později i ven z něj. Síťové 
rozhraní obsahuje několik portŧ, díky kterým je router připojen do sítě. Existuje více 
druhŧ portŧ.  Příkladem mŧţe být sériový port, FastEthernet a další. Z toho vyplývá, 
ţe směrovač mŧţe být zapojen i do více druhŧ sítí.  
 
  První věcí, kterou musí síťová vrstva udělat, kdyţ na její rozhraní dorazí 
rámec, je oddělení hlavičky od zbytku rámce a vyhodnocení obsahu. Rámec je 
zabalen do linkového protokolu, který musí být směrovačem podporován. Po 
rozbalení linkového rámce se přečte IP hlavička. Ta je dŧleţitá pro další směrování 
rámce. Její informace se pošlou do přepojovacího modulu, z dŧvodu vyhledání další 
cesty. Mezitím se data uloţí do vyrovnávací paměti. Poté se na výstupní straně rámec 
opět zapouzdří do předem vybraného linkového protokolu a odešle dále do sítě. 
Obrázek 2: Znázornění částí směrovače [7] 
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Přepojovací blok (Forwarding Engine) 
 
Tento blok se stará, jak je z obrázku vidět, o předání paketŧ do správného síťového 
rozhraní. Jeho cílem je prozkoumat IP hlavičku a informace z ní získané následně 
porovnat s přepojovací tabulkou. Díky tomu bude schopen správně rozhodnout, které 
rozhraní bude nejvhodnější pro odeslání. Vyhledávací algoritmy mohou být 
naimplementovány buď hardwarově, nebo softwarově. Přepojovací blok mŧţe také 
zajišťovat klasifikaci paketŧ pro zajištění QoS.  
 
 
Manažer front (Queue Manager) 
 
Manager front řídí funkci vyrovnávací paměti. V případě, ţe je odchozí rozhraní 
zaplněné a není moţnost pakety odeslat dále do sítě, uloţí se do vyrovnávací paměti. 
V té jsou do té doby, neţ se dané síťové rozhraní uvolní. Mŧţe však nastat i případ, 
kdy bude rozhraní delší dobu zahlcené a vyrovnávací paměť jiţ nebude schopna další 
pakety uloţit. V této chvíli bude nucen manaţer front zajistit selektivní zahazování 
uloţených paketŧ. To se provádí podle předem nadefinovaných algoritmŧ.  
 
 
Řízení provozu (Traffic Manager) 
 
Tento manaţer se zabývá prvotním řízením a regulací odchozího provozu. 
Rozhoduje se na základě poţadavkŧ na QoS. Podle toho mŧţe některé pakety 
pozdrţet a jiné namísto nich odeslat dříve. Dohlíţí také na objem přeposlaných dat. 
Někdy bývá spojen s manaţerem front. 
 
 
Základní deska (Backplane) 
 
Základní deskou se rozumí deska, která slouţí k propojení jednotlivých částí 
směrovače. Díky ní se mohou předávat pakety z jednoho síťového rozhraní na druhé. 
Dále na ni dochází k přepojování přenosŧ. 
 
 
Procesor správy cest (Route Control Processor) 
 
Procesor se převáţně stará o směrovací tabulky. To znamená, ţe musí mít 
naimplementovány směrovací protokoly. Pomocí nich si mŧţe udrţovat aktuální 
směrovací tabulky, díky kterým je poté schopen správně rozhodnout o přiřazení cesty 
odesílaným paketŧm. V případě změny směrovací tabulky se rozešle ICMP zpráva. 
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3.3 Funkce směrovače 
Nejdŧleţitější funkcí směrovače je, jak uţ bylo vícekrát řečeno, směrování. 
Směrování funguje na základě spolupráce se směrovací tabulkou, která bude blíţe 
popsána později. Nicméně mezi funkce směrovače nepatří pouze směrování, ale 
i předávání dat, anglicky forwarding.[3] 
 
 
3.3.1 Funkce předávání a filtrace (Forwarding and Filtration) 
 
Předávání se odehrává uvnitř směrovače. Ten se po příchodu a přečtení rámce 
rozhoduje, zdali je přijatý rámec určen pro něj. V případě, ţe tomu tak není, snaţí se 
jej předat příslušnému síťovému rozhraní a přeposlat dále. Ale to není tak 
jednoduché. Směrovač si musí udrţovat vlastní předávací tabulku, na základě které 
se později rozhoduje. Základní údaje uloţené v předávací tabulce jsou hodnoty IP 
prefixu, síťového rozhraní, na které bude daný paket odeslán a MAC adresa. 
Předávací tabulku si mŧţeme prohlédnout níţe. 
 
 
Tabulka 4: Předávací tabulka směrovače 
 
IP prefix Typ rozhraní MAC adresa 
192.168.10.0/24 FastEthernet 0/1 00:1C:2B:CE:3F:65 
124.106.0.0/16 Serial 0/0 00:11:55:FF:CD:1D 
168.0.0.0/8 Ethernet 0/1 12:54:A4:1F:D5:01 
 
 
  V případě potřeby lze předávání i zakázat. Ovšem záleţí na konkrétní situaci, 
jestli je opravdu nutné předávání zakázat. 
 
  Mimo předávání má směrovač i další zajímavou funkci a tou je filtrace. IP 
datagramy se poté nepředávají mechanicky, ale provádí se na nich filtrace. Filtrace 
znamená, ţe na základě určených podmínek dochází k výběru určitých paketŧ, které 
budou nebo naopak nebudou dále předány. Filtraci zpravidla zajišťuje proces, který 
běţí na pozadí a rozhoduje se na základě informací v IP záhlaví (jestli je adresát 
dosaţitelný), TCP záhlaví a v aplikačním protokolu. To je z dŧvodu firewallŧ. 
V případě, ţe datagram projde úspěšně filtrací, je odevzdán a dále směrován. Funkce 





Ověření IP hlavičky: Ověřením IP hlavičky se zajistí konzistence dat, tím je 
myšleno, ţe se ověří kontrolní součet, zkontroluje se 
verze protokolu a zjistí se délka hlavičky. V případě, ţe 
jedna z těchto částí není v pořádku, paket se zahodí 
a případně se vyţádá jeho opětovné zaslání. 
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Ověření doby života: TTL neboli Time To Live, jsme zde uţ vysvětlovali. Při 
prŧchodu paketu sítí se na kaţdém směrovači sníţí 
hodnota TTL o jednu jednotku, aby se zabránilo 
smyčkám nebo případnému bloudění paketŧ sítí. Kdyţ 
se hodnota TTL dostane na 0, je paket zahozen. 
 
Výpočet nového kontrolního  
součtu:  Neboli výpočet CRC. Jedná se o bezpečnostní prvek, 
který chrání hlavičku. Při odesílání paketu se vypočte 
kontrolní součet hlavičky a hodnota se uloţí do poloţky 
tomu určené. Další prvek sítě, který paket dostane 
a rozbalí, si pouze vypočte svoji hodnotu kontrolního 
součtu a tu porovná s hodnotou uloţenou v příchozím 
paketu. V případě, ţe se rovnají, je paket v pořádku. 
Kdyţ ne, je zahozen. Směrovač při odesílaní paketu 
musí vţdy přepočíst hodnotu CRC, protoţe byl nucen 
sníţit dobu ţivota o jedna, tím se automaticky změní 
i kontrolní součet. 
 
Prohlédnutí předávací  
tabulky:  Aby směrovač věděl, co má s daným paketem dělat, 
musí nejdříve prohlédnout svou předávací tabulku. 
To probíhá na základě adresy příjemce. Výsledek mŧţe 
být takový, ţe paket je určen pro tento směrovač a není 
jej třeba dále předávat. Nebo po prozkoumání tabulky 
směrovač nalezne odpovídající port a paket na něj 
odešle, případně je to zpráva typu multicast a pak se 
paket odešle na všechna síťová rozhraní směrovače. 
 
Fragmentace: V případě, ţe je maximální přenosová jednotka (MTU) 
na výstupu menší neţ byla na vstupu směrovače, 
je nucen tento paket rozdělit na menší části a ty potom 
postupně odevzdávat do sítě. Tato situace mŧţe nastat, 
protoţe směrovač mŧţe propojovat rŧzné druhy sítí 
s rŧznými poţadavky na datový přenos. Ale např. 
u IPv6 smí IP datagramy fragmentovat pouze 
odesílatel. Je to z dŧvodu toho, ţe identifikace v záhlaví 
IP datagramu je pouze volitelná, avšak je nutná při 
fragmentování a zpětném sestavování. Příjemce musí 
vědět, které fragmenty jsou součástí jednoho 
datagramu. 
 
Volitelné položky: Jak je známo, mŧţe hlavička obsahovat i další volitelné 
poloţky. Záleţí pouze na administrátorovi, jestli tyto 
parametry nastaví. [3][7] 
  





Klasifikace paketů: Jednoduše řečeno se jedná o rozlišení paketŧ dle 
hlavičky podle určitých podmínek. Podle těchto údajŧ 
se potom s paketem zachází. 
 
Překlad adres: Překlad adres, angl. Network Address Translation 
(NAT), byl uţ jednou zmíněn v souvislosti 
s nedostatkem IPv4 adres. Nyní si jej více přiblíţíme. 
NAT se vyuţívá pro přístup z lokální sítě na internet, 
kdy v lokální síti je více uţivatelŧ. Ti se potom 
připojují pod stejnou IP adresou. Proto mŧţe vzniknout 
problém u některých aplikací, kdy nemusí fungovat 
vŧbec nebo mohou být částečně omezeny. NAT má 
však i výhody. Kromě šetření IP adres také slouţí jako 
bezpečnostní prvek, protoţe případný útočník nezná 
uţivatelovu pravou adresu. NAT ovlivňuje i změnu 
hlavičky IP a TCP/UDP. 
 
Rozlišení priority: Internet byl pŧvodně zamýšlen pouze pro přenos dat. 
Bylo zde dŧleţité, aby byla data přenesena správně. 
Zpoţdění zde nehrálo tak velkou roli. Ovšem později 
s příchodem IP telefonie, streamováním videí a dalších 
multimediálních sluţeb, se začal měnit zpŧsob 
zacházení s těmito daty. U tohoto typu přenosu je 
naopak dŧleţité minimální zpoţdění s tím, ţe se mŧţe 




3.3.2 Funkce směrování (Routing) 
 
Na rozdíl od předávání paketŧ má směrování trochu jiný pohled na danou 
problematiku. Hlavními rozdíly jsou práce s tabulkami. U přepojování si router tvořil 
svoji tabulku sám. Bylo to pro něj výhodné z dŧvodu následného rychlého 
prohledávání. Jednalo se spíše o hardwarovou implementaci. 
 
Naopak směrovací tabulky jsou sestavovány pomocí směrovacích protokolŧ 
a jsou závislé na informacích ze sousedních routerŧ. U některých směrovacích 
protokolŧ je známa celá topologie sítě. Jak bylo u přepojování dŧleţité rychlé 
vyhledávání, tak je u směrování nezbytnou podmínkou rychlá změna tabulek 
v případě změny topologie sítě. Tedy rychlá konvergence. Změny topologie se 
směrovač dozví díky pravidelným aktualizacím. Další změnou je převáţně 
softwarová implementace. 
 
Zde je ukázka jednoduché směrovací tabulky směrovače (IP prefix zde byl 
pro lepší názornost nahrazen IP adresou a maskou): 
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Tabulka 5: Směrovací tabulka 
 
Ip adresa Maska Další směrovač 
192.168.10.0 255.255.255.0 192.168.15.1 
124.106.0.0 255.255.0.0 124.10.10.4 
168.0.0.0 255.0.0.0 168.15.0.3 
 
 
Místo MAC adresy je zde sloupec s informací o tzv. dalším hopu neboli 
o dalším směrovači. Mohli bychom přidat i informace o síťovém rozhraní, metrice 
atd., které opravdové směrovací tabulky mají. Nicméně nám toto znázornění stačí. 






Obrázek 3: Funkce routeru [7] 
 
 
3.4 Směrovací tabulka 
 
Směrovač pouţívá pro rozhodování směrovací tabulku. Ta obsahuje, jak jsme jiţ 
výše viděli, IP adresu příjemce, dále masku a klíčovou informaci, kterou je adresa 
příštího směrovače, jinými slovy next hop. V případě, ţe má směrovač odeslat paket 
do sítě, musí se nejdříve podívat do své směrovací tabulky. V ní jsou seřazeny adresy 
cílových sítí od více specifických k méně specifickým. V případě, ţe má uloţeno 
více cest k cíli, vybere tu, která má více jedniček ve své masce. Tím se myslí více 
specifická adresa. Mŧţe nastat i situace, kdy budou existovat dvě stejné cesty k cíli, 
pak se volí ta s niţší metrikou. 




Rozeznáváme dva typy směrovacích tabulek. Statické a dynamické směrovací 
tabulky. Jejich základní rozdíl je ve zpŧsobu, jakým se plní. [3][8] 
 
 
3.4.1 Statická směrovací tabulka 
 
U statických směrovacích tabulek se jejich obsah nastavuje ručně. Administrátor sítě 
musí vytvořit celou směrovací tabulku, neţ ji bude moci směrovač pouţít. Z toho, ale 
vyplývá základní nedostatek statických směrovacích tabulek. Kdykoliv, kdy dojde ke 
změně v topologii sítě, kterou mají směrovače uloţeny, musí se směrovací tabulky 
aktualizovat. To znamená, ţe musí přijít opět odpovědný pracovník a nastavit tuto 
změnu u všech směrovačŧ v dané síti.  
 
Statické směrovací tabulky se vyuţívají převáţně v malých sítích, kde není 
třeba mnoha směrovačŧ nebo v tzv. páteřních sítích, kde je zase snaha o minimální 
zatíţení směrovačŧ. Směrovací protokoly, které plní směrovací tabulky, jsou náročné 
na paměť i výkon přístroje a zároveň svými oběţníky zatěţují síť. Proto se zde spíše 
vyuţívá ručního směrování. Směrovač se pak mŧţe plnohodnotně zabývat 
příjímáním a odesíláním dat. [3][8] 
 
 
3.4.2 Dynamická směrovací tabulka 
 
Na rozdíl od statických směrovacích tabulek, kde se vše provádělo ručně, 
u dynamického směrování vše probíhá automaticky. Směrovací tabulka se naplní 
sama za pouţití směrovacích protokolŧ. Ty při vyuţití rŧzných technik udělají 
v konečném dŧsledku to samé. Vytvoří směrovací tabulku. Všechny směrovací 
protokoly ukládají do směrovacích tabulek pouze ideální cestu. Tyto ideální cesty se 
však mohou lišit. Záleţí na směrovacím protokolu, podle jakých priorit trasy tvořil. 
To znamená, jaké hodnoty metrik pro dané cesty nastavil. 
 
Dynamické směrovací tabulky mají hlavní výhodu oproti statickým, ţe se 
jejich tabulky aktualizují. Proto se hodí do rozsáhlých sítí, kde by bylo prakticky 
nemoţné implementovat změny v topologii ručně. Nevýhodou je např. vyšší zatíţení 
směrovače, který musí stále směrovací tabulky přepočítávat a obnovovat.  
 
Nelze říci, která z těchto tabulek je lepší. Zaleţí vţdy na konkrétních sítích 
a situacích. [3][8] 
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4. SMĚROVACÍ PROTOKOLY 
 
Jak jiţ bylo zmíněno, směrovače mají své směrovací tabulky, na základě kterých 
mohou vyhodnotit ideální cestu k cíly. Směrovací tabulky jsou dvojího druhu. 
Statické, které musí být naplněny administrátorem sítě a jsou neměnné. Pokud se 
změní topologie sítě, musí se tato změna ručně nastavit. V malých sítích se mŧţe 
vyuţívat statické směrování, ale v případě rozsáhlých sítí je to nepraktické. 
Směrovače by si nebyly schopny zapamatovat takové obrovské mnoţství dat, které 
by musely uloţit do svých směrovacích tabulek. Proto se postupem času dostaly na 
svět autonomní systémy, které umoţňovaly směrovačŧm vidět síť pouze uvnitř 
autonomního systému. Zbytek byl pro ně neviditelný. Druhým typem jsou 
dynamické směrovací tabulky. Směrovače spolu komunikují díky směrovacím 
protokolŧm. Informace, které si mezi sebou vymění, jsou poté zohledněny ve 
směrovacích tabulkách. Jejich základní odlišností je, jak uţ název napovídá, 
schopnost dynamicky se přizpŧsobovat změnám v topologii sítě. To znamená, 
ţe pokud se například v rámci rozšíření sítě, přidá nový směrovač, není jej třeba 
ručně přidat do směrovacích tabulek všech místních směrovačŧ. Tuto práci zajistí 
směrovací protokoly, které nový směrovač rozpoznají a automaticky o tom informují 
ostatní směrovače.  
 
Další výhodou směrovacích protokolŧ jsou časté aktualizace. V případě 
výpadku některého ze směrovačŧ, je tato změna směrovacím protokolem 
zaznamenána a pomocí speciálních zpráv je předána směrovačŧm. Ty si mohou na 
základě této informace měnit své směrovací tabulky a tím se i flexibilně 
přizpŧsobovat změnám v síti. 
 
Většina směrovacích protokolŧ je určena, buď pro IPv4 nebo pro IPv6. Ale 
protoţe jsou místa, kde se dané dva IP protokoly prolínají, je třeba, aby existovaly 
směrovací protokoly, které umí součastně podporovat více síťových protokolŧ. I přes 
rŧznou délku síťových adres zŧstávají principy téměř stejné. 
 
Nezávisle na sobě rozeznáváme dvojí dělení směrovacích protokolŧ. 
U prvního dělení se klade dŧraz na pouţitý algoritmus. Jeho zástupci jsou směrovací 
protokoly typu „distance-vector“, které vybírají cestu k cíli pomocí nejmenšího počtu 
přeskokŧ (hopŧ) a směrovací protokoly s názvem „link-state“, které pracují na 
principu váhových koeficientŧ. Druhý typ dělení se zabývá organizací. Dŧleţitým 
faktorem je, zdali probíhá směrování uvnitř autonomního systému nebo mimo něj. 
Vnitřní směrování zajišují Interior Gateway Protocols, zkráceně IGP. O vnější 
směrování se starají Exterior Gateway Protocols (EGP). Kaţdý typ směrovacích 
protokolŧ má svoje výhody a nevýhody, které si nyní více přiblíţíme. [3][6][8] 
 
4.1 Směrovací protokoly typu „distance-vector“ 
 
Logika funkce tohoto typu směrovacího protokolu je jednoduchá. Je zaloţena na 
rozesílání kompletních směrovacích tabulek směrovačŧ. Klíčovou informací je počet 
směrovačŧ, přes které musí data projít, neţ se dostanou ke svému cíli. Tomu se říká 
metrika. Směrovač, který obdrţí směrovací tabulku z jiného směrovače, nejdříve 
zvýší metriku o jedna a poté ji porovná se svou směrovací tabulkou. V případě, ţe 
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nalezne cestu s menší metrikou, uloţí si ji namísto pŧvodní cesty. Tento proces však 





Obrázek 4: Princip směrování u skupiny protokolŧ typu „distance-vector“ 
 
 
Nejdříve směrovač A naplní svoji vlastní tabulku. Přijme informaci, ţe on 
sám je přímo připojen k síti A. V dalším kroku o tom informuje své okolí. Protoţe je 
připojen jen ke směrovači B, vyšle svou směrovací tabulku pouze jemu. Ten zjistí, ţe 
směrovač A je přímo připojen k síti A. Ale protoţe daná síť leţí aţ za směrovačem 
A, je potřeba si k pŧvodní metrice připočíst hodnotu jedna. Jakmile se tak stane, 
mŧţe si do své směrovací tabulky uloţit, ţe síť A je vzdálena 1 hop ve směru 
směrovače A. Při dalším kroku uţ směrovač B informuje směrovače C a F o tom, ţe 
na vzdálenost 1 hop od něj leţí síť A. Oba směrovače C a F si opět zvýší metriku 
o jedna a danou hodnotu si uloţí do své směrovací tabulky. Dostáváme se k dalšímu 
kroku, kdy směrovač C sděluje směrovači D informaci o síti A, která leţí ve 
vzdálenosti 2 hopy od něj. Směrovač D tuto informaci přijme, a protoţe zatím o síti 
A neví, zvýší si metriku o jedna a zároveň síť A uloţí do své směrovací tabulky. V ní 
bude síť A na vzdálenost 3 hopy ve směru směrovače C. Ve stejné době se situace 
opakuje u směrovačŧ F a E, kde směrovač F dává na vědomí směrovači E o síti A. 
Opět dojde ke zvýšení metriky a uloţení dat do směrovací tabulky. Tím se 
dostáváme k poslednímu kroku. Směrovač E odešle směrovači D informaci o síti A 
a jeho vzdálenosti 3 hopy od ní. Směrovač D si zkontroluje vlastní směrovací tabulku 
a zjistí, ţe uţ o síti A ví, takţe mu zbývá porovnat vzdálenosti a zjistit, která cesta je 
pro něj nejvýhodnější. Ve své tabulce má uloţenu hodnotu 3, ale směrovač E mu 
nabízí cestu s metrikou 4. Proto se rozhodne, ţe informaci od směrovače E zahodí 
a nechá si svojí  pŧvodní od směrovače C. Takţe v případě, ţe bude třeba odeslat 
data ze směrovače D do sítě A, pŧjdou tato data přes směrovače C, B a A aţ k jejich 
cíli. [1][3][6][8] 
 
Tento algoritmus se nazývá po svých tvŧrcích Bellman-Fordŧv algoritmus 
a vyuţívá se převáţně v menších WAN sítích. Má své výhody i nevýhody. Mezi 
hlavní nevýhody patří pomalá konvergence. Tím se míní čas, za který se ostatní 
směrovače dozví o změně v síti. Je to dáno tím, ţe k výměně směrovacích tabulek 
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dochází v jednotlivých krocích a další směrovač vyšle oběţník se svou 
aktualizovanou směrovací tabulkou aţ po tom, co zpracuje data z předchozího kroku. 
Proto mŧţe nastat situace, kdy dojde tzv. k oscilaci. Oscilace je znázorněna na 





Obrázek 5: Oscilace u směrovacího protokolu „distance-vector“ [3] 
 
 
V první části obrázku je vidět, jak směrovač A spravuje směrovač B o síti A. 
Odešle mu svou směrovací tabulku a směrovač B si po zvýšení metriky, uloţí síť A 
do své směrovací tabulky. Nicméně poté dojde k výpadku spojení mezi sítí A 
a směrovačem A. Ten si tuto změnu uloţí do své směrovací tabulky. Teď se ale 
dostáváme k dalšímu kroku, kdy směrovač B dává vědět o síti A oběma směrovačŧm 
A i C. Směrovač C si ji uloţí do své tabulky, ale problém nastává u směrovače A. 
Ten si myslí, ţe Směrovač B zná jinou cestu do sítě A, a proto si ji uloţí do své 
směrovací tabulky. Nyní však pod metrikou zvýšenou o jedna. V dalším kroku se 
děje to samé. Směrovač A posílá svou směrovací tabulku směrovači B. Ten zjišťuje, 
ţe nejspíše došlo k výpadku spojení mezi směrovačem A a sítí A, ale ţe směrovač A 
našel novou cestu k cíli se zvýšenou metrikou o jedna. Proto si metriku opět zvýší 
a touto hodnotou nahradí pŧvodní metriku u sítě A. Dochází k oscilaci 
a k řetězovému šíření této klamavé zprávy. Protoţe tento případ mŧţe nastat, existují 
dva zpŧsoby, jak danou situaci řešit. První moţností je nastavení maximálního počtu 
skokŧ (hopŧ). Většinou je tato hodnota defaultně nastavena na 15 skokŧ. Při 
dosaţení 16 skokŧ, je daná cesta směrovačem povaţována za nedostupnou a je ze 
směrovací tabulky vyřazena. Druhým zpŧsobem je tzv. „odříznutí horizontu“. Jedná 
se o techniku, kdy se směrovače snaţí zabránit zpětnému pouţití informací, které 
pŧvodně zaslaly. Další nevýhodou je, ţe tento typ protokolŧ není schopen dělit 
výkon do více paralelních směrŧ.  
 
Výhodou je rychlá instalace a jednoduchá správa sítě nebo také moţnost 
agregace adres. Typickým zástupcem je RIP protokol a jeho rozšíření. [1][3][6][8] 
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4.1.1 Routing Information Protocol verze 1 (RIPv1)  
 
Protokol RIPv1 pouţívá jako zástupce skupiny „distance-vector“ pouze jednu 
rozhodovací informaci a tou je počet skokŧ, které musí být uskutečněny, neţ se data 
dostanou k cíli. Zkratka RIPv1 znázorňuje, ţe se jedná o Routing Information 
Protocol verze 1. Tento protokol, jako i ostatní RIP protokoly, má nastaven 
maximální počet skokŧ na 15. Při překročení tohoto čísla dochází k vymazání dané 
cesty ze směrovací tabulky. Aktualizace probíhají kaţdých 30s nebo po změně 
topologie sítě. Cesta je ve směrovací tabulce uloţena po dobu 180s od poslední 
aktualizace. Ve směrovacích tabulkách jsou uloţeny cesty pouze s nejniţší metrikou. 
 
První verze RIP pracuje s IP adresami rozdělenými do tříd. Mezi základní 
nevýhody patří, ţe v aktualizacích nevysílá masky. Předpokládá, ţe se jedná 
o standardní síťové masky. Další nevýhodou vyplývající z dříve uvedené je, ţe 
nepodporuje beztřídní adresování. Vysílá všesměrově na adresu 255.255.255.255 
a neumoţňuje autentizaci. [1][3][6][8] 
 
 
4.1.2 Routing Information Protocol verze 2 (RIPv2)  
 
Routing Information Protocol verze 2 je nově upravený pŧvodní RIPv1. Na rozdíl od 
jeho starší verze je plně kompatibilní s beztřídním adresováním. S tím souvisí 
i odesílaní masek v pravidelných aktualizacích. Směrování se provádí na základě 
prefixŧ, kdy podsítě v rámci jedné sítě mohou mít rŧzné masky. U této verze uţ je 
moţná autentizace zdroje aktualizačních informací a zmizelo všesměrové vysílání, 
které je teď nahrazenou multicastem na adresu 224.0.0.9.  
 
Výhodou RIPv2 oproti pŧvodnímu RIPv1 je sníţení zatíţení směrovačŧ, kdy 
uţ se nemusí zpracovávat všesměrové vysílání. Nastavení časovačŧ se nezměnilo. 
 
Vzhledem k nedostatku IPv4 adres a předpokládaným přechodem na IPv6 se 
upravil i RIP protokol. Jeho modifikací je RIPng (RIP nové generace), který pracuje 
jiţ s adresami typu IPv6. [1][3][6][8] 
 
 
4.2 Směrovací protokoly typu „link-state“ 
 
Tento typ směrovacích protokolŧ vyuţívá jiný pohled na danou problematiku. 
Představuje pokročilejší přístup k hledání ideální cesty. Protokoly typu „link-state“ 
neboli sledování stavu linky jsou zaloţeny na principu znalosti celé topologie vnitřní 
sítě. Směrovače si udrţují v paměti celou síť a v aktualizacích jsou obsaţeny pouze 
změny v této síti. Směrovače se navzájem informují pomocí zpráv Link State 
Agreement (LSA). Tyto zprávy jsou zaloţeny na tzv. SPF algoritmu. Shortest Path 
First je algoritmus, který byl vyvinut holandským matematikem Edsgerem 
Dijkstrem. Princip se skrývá ve vyhledávání nejkratší cesty, kdy se mŧţe 
vyhledávání zastavit, pokud jiţ byla nalezena cesta kratší. Výhodou oproti 
„distance-vector“ je, ţe nejkratší cesta se nevyhledává pomocí počtu skokŧ, ale podle 
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speciálních váhových koeficientŧ. Váhový koeficient je číslo, ve kterém jsou uloţeny 
vlastnosti linky, která spojuje dva sousední směrovače. Záleţí na administrátorovi 
sítě, jaké poţadavky na daný přenos nastaví. Podle toho se také upraví hodnota 
koeficientu (koeficienty mohou být nastaveny i automaticky). Směrovač potom při 
vyhledávání nejvýhodnější cesty sčítá tyto koeficienty. Ideální cestou bude ta, která 
bude mít v konečném součtu nejniţší metriku. Tato cesta se zapíše do směrovací 
tabulky. Směrovač informuje svoje sousedy o metrikách pomocí LSA zpráv. Ti si 
poté mohou upravit své vlastní směrovací tabulky. Směrovač předává LSA zprávy na 
všech svých portech kromě portu, ze kterého danou zprávu přijal.  
 
Po spuštění se nejdříve vytvoří topologický strom dané sítě. Prvním krokem 
je zjištění počtu sousedŧ směrovače a zjištění metrik. Tím si směrovač udělá přehled 
o stavu sítě v jeho nejbliţším okolí a bude schopen tyto informace šířit dál. Druhým 
krokem je samotné šíření těchto topologických dat. Směrovač rozešle LSA zprávu, 
ve které zveřejňuje, jak jeho část sítě vypadá. LSA zprávy jsou šířeny všemi směry, 
coţ dává všem stanicím přehled o kompletní topologii. Opět si budeme princip 





Obrázek 6: Vznik topologického stromu pomocí LSA zpráv [8] 
 
 
Směrovač A odesílá všesměrově LSA zprávu, ve které zpravuje ostatní, ţe 
jeho jediným sousedem je směrovač B s metrikou 3. Směrovač B uţ tuto informaci 
má, protoţe si ji sám zjistil, kdyţ na začátku hledal své sousedy. K tomu přidal ještě 
informace o směrovačích C a F a jejich metrikách. Poté odeslal LSA zprávu se svou 
znalostí topologie směrovačŧm C a F. Směrovač F, který obdrţel jeho zprávu, teď ví, 
jak vypadá síť v jeho okolí i v okolí směrovače B. Zatím zná jen část topologie, ale 
to se brzy změní. I on odesílá informace, které zjistil sám s informacemi, které mu 
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byly zaslány jinými směrovači. Směrovač E uţ zná téměř celou topologii. Jediná 
část, která mu chybí je, jak vypadá síť kolem směrovače C. I směrovač E odesílá 
LSA zprávu se svými i získanými daty. Směrovač C ukončuje toto lavinové šíření 
LSA zpráv. Získal uţ kompletní pohled na celou topologii. Zprávy obdrţel ze 
směrovače B i E a tím se okruh uzavřel. Nutno říci, ţe v té samé době budou znát 
topologii všechny směrovače sítě, protoţe vysílání neprobíhalo postupně, jak zde 
bylo pro zjednodušení řečeno, ale všesměrově a hlavně najednou. To znamená, ţe ve 
stejnou chvíli odesílaly LSA zprávy všechny směrovače všem svým sousedŧm. 
 
Nyní, kdyţ směrovač ví, jak vypadá celá síť, mŧţe přikročit ke tvorbě 
směrovací tabulky. Ta probíhá pomocí Dijkstremova algoritmu, kdy se snaţí 
vyhledat nejkratší cestu podle hodnot váhových koeficientŧ. Rozdělení metrik 









V případě, ţe bychom vyhledávali cestu od směrovače A ke směrovači D, pak 
by ideální cestou byla ta, která prochází přes uzly B a C. Má totiţ nejniţší metriku, 
která udává součet 14. V případě, ţe bychom chtěli poslat data opět ze směrovače A, 
ale tentokráte na směrovač E, pak je nepošleme přes směrovač B přímo na směrovač 
E, jak by to udělal např. protokol RIP, ale budeme je posílat přes směrovač F. Právě 
zde se vyuţívá nejniţšího součtu koeficientŧ, který je přes směrovač F niţší, neţ by 
byla přímější cesta přes směrovač B. 
 
Výhoda protokolŧ typu „link-state“ je rychlá konvergence. Ta znázorňuje 
dobu vybudování směrovací tabulky. Díky tomu se také snáze předchází smyčkám. 
Pomocí LSA zpráv se přenášejí pouze aktualizace, nikoliv však celé směrovací 
tabulky. Další výhodou je rychlá reakce na změny v topologii sítě. Vzhledem ke 
znalosti celé sítě je tento algoritmus méně náchylný ke vzniku chyb. 
 
Naopak hlavní nevýhodou je výpočetní náročnost. Je třeba výkonný 
hardware, aby byl schopen zpracovat takové mnoţství dat i větší paměť. Dalším 
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problémem, který mŧţe nastat, je zahlcení sítě. To mŧţe vzniknout z dŧvodu 
všesměrového (záplavového) systému šíření LSA zpráv.  
 
Protokoly typu „link-state“ jsou vhodnější pro rozsáhlejší rozvíjející se 
heterogenní sítě, kde by systém protokolŧ typu „distance-vector“ byl naprosto 




4.2.1 Open Shortest Path First (OSPF) 
 
Zkratka OSPF ukrývá název Open Shortest Path First. Jedná se o nový druh 
protokolu typu „link-state“, který uţ v současnosti obsahuje tři verze, přičemţ 
poslední byla implementace tohoto protokolu na adresy IPv6. Mŧţeme jej pouţít jak 
pro malé sítě, tak i pro sítě rozsáhlé. U rozsáhlých sítí je dŧleţité drţet se základních 
pravidel. Klíčové je rozdělení sítě na oblasti, které jsou hierarchicky uspořádány. 
Vrcholem je páteřní oblast. Její směrovače mají kompletní směrovací informace. 
Ostatní oblasti musí být na páteřní síť připojeny buď přímo nebo alespoň virtuálně. 
Směrovače znají topologii pouze ve své oblasti, přičemţ ostatní oblasti jsou pro ně 
neviditelné. Tím se urychlí proces konvergence a zároveň se i sníţí náchylnost 
k chybám. Výjimkou je jiţ zmíněná páteřní síť. Kaţdá oblast má svou speciální 
čtyřbajtovou adresu. 
 
Výhody OSPF protokolu jsou vyváţení výkonu na paralelní linky v případě 
shodných metrik. Vzájemná autentizace směrovačŧ, podpora kvality sluţeb, 




4.2.2 Integrated IS-IS 
 
Protokol IS-IS je, stejně jako OSPF, zaloţený na principu „link-state“. Je zamýšlen 
jako interní protokol a díky jeho vlastnostem, které zajišťují plynulý přechod 
mezi IPv4 a IPv6, se v poslední době stal velice populárním. Jedná se o otevřený 
směrovací protokol, který je zaloţen na otevřených směrovacích algoritmech. 
Pouţívá SPF algoritmus dělení na oblasti a s tím související hierarchickou topologii.  
 
IS-IS podporuje autentizaci a pomocí Hello paketŧ sbírá informace 
o sousedních směrovačích. Stejně jako u OSPF se jedná o beztřídní protokol. Avšak 
oproti zmíněnému OSPF má niţší nároky na vyuţití sítě a tím pádem i rychlejší 
konvergenci. 
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4.3 Vnitřní směrovací protokoly 
Interior Gateway Protocols (IGP) zajišťují směrování uvnitř autonomního systému. 
Pod IGP mŧţeme zařadit oba jiţ zmíněné typy směrovacích protokolŧ. Jak 
„distance-vector“ tak i „link-state“. I kdyţ oba typy realizují síť za pouţití odlišných 
postupŧ, pracují v rámci jednoho autonomního systému. Výjimkou mŧţe být 
protokol OSPF, který podporuje redistribuci. Coţ je výměna směrovacích informací 
mimo autonomní systém. Typickými zástupci vnitřních směrovacích protokolŧ jsou 
IGRP a EIGRP. [1][6] 
 
 
4.3.1 Interior Gateway Routing Protocol (IGRP) 
 
Interior Gateway Routing Protocol byl vytvořen, aby překonal nedostatky RIP. Byl 
navrţen firmou Cisco Systems. Jinými výrobci se téměř nepouţívá. Hlavní rozdíl 
oproti RIP je v návrhu metrik. U RIP je klíčovou hodnotou počet skokŧ. Ale u IGRP 
se klade dŧraz na více činitelŧ. Finální hodnota metriky se vypočítává z šířky pásma, 
zpoţdění, spolehlivosti, zatíţení a MTU (maximální velikost přenosové jednotky). 
Díky tomu dokáţe lépe vyhodnotit ideální cesty. 
 
Stejně jako u RIP nepodporuje IGRP beztřídní adresování. To znamená, ţe 
nerozesílá masky podsítí. Právě protoţe RIP a IGRP nepodporují beztřídní 
adresování, nejsou v praxi příliš pouţívány. Výjimkou je samozřejmě RIPv2.  
 
Propaguje tři typy cest. První typ jsou interní cesty. To jsou cesty v rámci 
jednoho autonomního systému. Dalším typem jsou systémové cesty. Tento druh cest 
zajišťuje výměnu informací se sítěmi autonomního systému. Přímo propojené sítě 
a systémové cesty od jiných směrovačŧ IGRP. Posledním typem jsou externí cesty. 
Jak uţ název napovídá, jedná se o cesty vně autonomního systému. 
 
IGRP vyuţívá předvolenou cestu (gateway of last resort), která je vybrána ze 
seznamu externích cest. 
 
Aktualizace rozesílá všesměrově kaţdých 90 vteřin. Po 270 vteřinách se daná 
cesta povaţuje za nedostupnou a po celkem 630 vteřinách je odstraněna ze směrovací 
tabulky. Výjimka mŧţe nastat, pokud jsou definovány adresy sousedŧ. Pak 
nepouţívá všesměrové vysílání, ale aktualizace jim posílá přímo. 
 




4.3.2 Enhanced Interior Gateway Routing Protocol (EIGRP) 
 
EIGRP neboli Enhanced Interior Gateway Routing Protocol je stejně jako IGRP 
patentován firmou Cisco Systems a vychází ze svého předchŧdce. Mohli bychom jej 
zařadit mezi protokoly typu „distance-vector“, ale v tomto případě se spíše jedná 
o hybridní routovací protokol. Ve srovnání s IGRP má např. lepší konvergenční 
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vlastnosti. Další výhodou je, ţe podporuje beztřídní adresování, tzv. CIDR 
(Classless Inter-Domin Routing). To znamená, ţe dokáţe pracovat s maskami podsítí 
o proměnné délce (VLSM, Variable-Length Subnet Masking). 
 
Jednou z jeho hlavních odlišností oproti ostatním směrovacím protokolŧm 
jsou tři typy tabulek. První je tabulka sousedŧ. Zde má uloţeny informace 
o přilehlých směrovačích. Noví sousedé se zjišťují pomocí Hello paketŧ.  
V době, kdy se připojí nový soused do sítě, zaznamená se jeho IP adresa a rozhraní, 
na kterém je připojen. Soused vyšle Hello paket, ve kterém svým ostatním sousedŧm 
sděluje informace o tzv. hold time, coţ je doba, po kterou je směrovač aktivní. 
V případě, ţe tato doba vyprší, spustí se Diffusing Update Algorithm (DUAL), který 
přepočítá novou topologii. 
Druhou tabulkou je topologická tabulka. Tvoří se ze všech tabulek v autonomním 
systému. Při výpočtu DUAL se vezmou informace z tabulky sousedŧ a topologické 
tabulky a spočítají se ideální cesty do všech sítí. Nejlepší cesta se poté uloţí do 
topologické tabulky. Do topologické tabulky se ukládají tyto informace: 
 
Feasible distance (FD): Nejniţší spočtená metrika. 
 
Zdroj cesty: Identifikace směrovače, který první informoval 
o dané cestě. 
 
Reported distance (RD): Vzdálenost do cíle ohlášená sousedem. 
 
Informace o rozhraní: Rozhraní, přes které je daný cíl dosaţitelný. 
 
Status cesty: Zdali je cesta stabilní a pouţitelná nebo je právě 
přepočítána DUAL algoritmem. 
 
Poslední tabulkou je směrovací tabulka. V ní jsou uloţeny nejlepší cesty 
k cílŧm. EIGRP je směrovací protokol vhodný pro rozsáhlé sítě. Má totiţ defaultně 
nastavenou hodnotu pro maximální počet skokŧ na 224. 
 
Dochází u něj pouze k částečné aktualizaci směrovacích tabulek. Se svými 
sousedy komunikuje pomocí všesměrového vysílání na adrese 224.0.0.10. Pokud zná 
konkrétní sousedy, komunikuje přímo s jejich IP adresami. [1][2][6] 
 
 
4.4 Vnější směrovací protokoly 
 
Na rozdíl od vnitřních směrovacích protokolŧ, které se staraly o tvorbu směrovacích 
tabulek uvnitř autonomních systémŧ, vnější směrovací protokoly se zabývají 
komunikací vně autonomních systémŧ. Rozeznáváme dva směrovací protokoly. EGP 
a BGP. Zatímco EGP je uţ v dnešní době zastaralým protokolem, BGP je jeho 
pravým opakem. Postupem času došel širokého praktického uplatnění, neboť je 
v podstatě jediným směrovacím protokolem vyuţívaným v součastné síti internet. 
Nyní se jej více přiblíţíme. 
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4.4.1 Boarder Gateway Protocol (BGP) 
 
V součastné době existuje uţ jeho 4 verze.  Tento protokol spadá do skupiny 
protokolŧ „path-vector“, který je součástí rodiny protokolŧ „distance-vector“. V 
aktualizacích směrovacích tabulek jsou uloţeny informace o kompletní topologii sítě 
a cest mezi autonomními systémy. Díky tomu dochází k detekci smyček a jejich 
následnému odstranění, které se provádí na základě vyhledávání čísla místního AS 
v cestě. 
 
Kaţdý BGP spolupracuje se svými partnery, kteří mohou být uvnitř anebo 
mimo autonomní systém. Rozdělujeme je na základě čísla autonomního systému. 
V případě, ţe se bude jednat o stejná čísla, budou partneři členy skupiny IBGP, čili 
interní BGP. Analogicky partneři s jinými čísly AS mají vztah EBGP (externí BGP).  
Členové IBGP spolu neustále komunikují s cílem vyměnit si informace o 
dosaţitelnosti. Ty se postupně dostávají k vnitřním směrovacím protokolŧm právě 
díky BGP. Těmito protokoly mohou být jakékoliv směrovací protokoly, které byly 
zmíněny výše.  
 
Dŧleţité je, aby si všichni partneři sjednotili informace protokolu BGP 
s informacemi, které se ukládají v rámci vnitřních směrovacích protokolech. Cílem 
je, aby nedocházelo k šíření cest v rámci jednoho autonomního systému.  
 
Záleţí na kaţdém jednotlivém autonomním systému, jakým zpŧsobem si 
bude vyhledávat ideální cestu. Tomu se říká „local preference“. Výběr probíhá na 
základě metrik. BGP si volí ideální cestu k cíli následujícím postupem: 
 
1. Nebere se v úvahu, pokud je další hop nedostupný. 
2. Preferuje se větší váha. 
3. Nejvyšší lokální preference. 
4. Dává se přednost cestě generované místním směrovačem. 
5. Pokud se nesplňuje bod 4., volí se nejkratší cesta 
6. Priorita se dává niţšímu pŧvodu cesty (igp < egp < neúplná). 
7. Dává se přednost nejniţší bezrozměrné metrice (MED). 
8. Upřednostňuje externí cesty před interními. 
9. Při vypnuté synchronizaci a v rámci pouze interních cest, se volí cesta 
přes nejbliţšího souseda. 
10. Preferují se starší a stabilnější cesty. 
11. BGP má vyšší prioritu u směrovače s nejniţším ID. 
 
Boarder gateway protocol vyuţívá protokolu TCP a portu 179 a zároveň 
obsahuje více typŧ paketŧ. Těmi jsou open, update, keepalive, notification 
a route-refresh. Jsou dŧleţité pro komunikaci s dalšími směrovači. Obsahuje také 
dva typy časovačŧ. HoldTimer a KeepAliveTimer. Více se mŧţete o BGP dozvědět 
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5. SMĚROVAČ JAKO BEZPEČNOSTNÍ PRVEK SÍTĚ 
 
Základním problémem při konfiguraci směrovačŧ je, ţe se často zapomíná, ţe 
směrovač slouţí převáţně pro přeposílání paketŧ. Směrovače poté velice často 
vykonávají další povinnosti, coţ se musí nakonec odrazit na jejich výkonnosti. 
 
 Pokud chceme, aby směrovač plnil nějakou bezpečnostní funkci, musí se na 
to připravit. Moţnosti jsou např. v dynamickém směrování. Protokoly jako OSPF, 
RIP, BGP, atd. pouţívají jednoduché bezpečnostní prvky, kterými mohou být 
například číslovací schémata. Ta očekávají detailnější znalost sítě, nicméně se 
přeposílají v nešifrované podobě, takţe se dají snadno odchytit a častokrát 
i uhádnout. Tudíţ neposkytují příliš velkou ochranu. 
 
 Další moţností je ověřování identity směrování, neboli autentizace. Existují 
směrovací protokoly, které obsahuji tento bezpečnostní prvek. V tomto případě se 
vyuţívá tajného klíče, který je uloţen ve všech směrovačích, které spolu komunikují 
a vyměňují si směrovací tabulky. Z něj se vygeneruje jeho podpis a připojí se ke 
kaţdé aktualizaci. Zástupci, kteří ověřování identity pouţívají, jsou RIPv2, OSPF, 
BGP a další.  
 
 V případě, ţe nemáme zájem o dynamické směrování, mŧţeme si ze svého 
směrovače udělat třeba firewall. Tento zpŧsob, jak zabezpečit tok dat sítí, vyuţívá 
tzv. „access-listŧ“. V kaţdém „access-listu“ se nastaví, na jakých rozhraních bude 
pracovat a povolí se směry, ze kterých bude moţné přijímat data a vysílat data. To 
znamená, ţe mŧţeme nastavit pouze dŧvěryhodné směrovače a jiné úplně 
zablokovat. Moţnosti nastavení „access-listŧ“ jsou široké a záleţí vţdy pouze na 
administrátorovi sítě, jak daný směrovač zabezpečí. 
 
 Jak jiţ bylo řečeno výše, směrovač mŧţe být pouţit i jako paket filter. Často 
je bránou do sítě, takţe mŧţe podporovat překlad síťových adres NAT nebo také 
virtuální privátní sítě. Vyuţití šifrované komunikace také zvyšuje bezpečnost, 
příkladem mŧţe být SSH. Existuje mnoho zpŧsobŧ, jak se dívat na tento aktuální 

















Vysoké učení technické v Brně 2009                                                                                                              Jiří Sobek  
36 
 
6. REALIZACE APLETŮ A TVORBA WEBOVÝCH 
STRÁNEK 
 
Praktická část bakalářské práce obsahuje návrh apletu, který znázorňuje funkci 
směrovače, jako celku. Zobrazuje jeho vnitřní strukturu, z níţ je zřejmé, jakým 
zpŧsobem je zacházeno s daty. Tento aplet je následně vloţen na webové stránky, 
které se zabývají směrovači, směrováním a směrovacími protokoly. Stránky obsahují 
základní informace o celé této problematice a jsou uţivatelsky dostupné. Webové 
stránky, stejně jako aplet, jsou vytvořeny v programovacím jazyce ActionScript 2.0, 
který obsahuje program Adobe Flash CS3. 
 
 Mimo toto zadání vznikly ještě další dva aplety. Oba se věnují vnitřním 
směrovacím protokolŧm a jsou navrţeny tak, aby byly jasně vidět rozdíly mezi nimi. 
Prvním protokolem je Routing Information Protocol (RIP), druhým je Open Shortest 
Path First (OSPF). U obou těchto apletŧ je vysvětleno jakým zpŧsobem si jednotlivé 
směrovací protokoly plní své směrovací tabulky. To je také cílem těchto aplikací. 
 
Adobe Flash CS3 nabízí komplexní tvŧrčí prostředí pro tvorbu interaktivních 
webových stránek a počítačových animací. Flash je velmi rozšířený program 
pouţívaný hlavně k tvorbě zajímavých animací. Buď mŧţeme tvořit přímo ve Flashi, 
nebo lze vytvořené projekty importovat. V případě tvorby jednoduchých animací, se 
vyuţívá jazyka Adobe ActionScript. Ten umoţňuje tvořit dŧmyslná a interaktivní 
díla. 
 
Další moţností byla tvorba těchto aplikací v programovacím jazyce Java. Ten 
je jedním z nepouţívanějších jazykŧ na světě. Jeho hlavní výhoda je přenositelnost, 
protoţe dokáţe pracovat na rŧzných systémech. Mezi základní vlastnost Javy patří, 
jednoduchá syntaxe, která byla odvozena z programovacích jazykŧ C a C++. Java je 
také objektově orientovaný jazyk, coţ jej řadí mezi kandidáty na tvorbu tohoto 
apletu. Bohuţel, ale není příliš vhodná pro tvorbu webových stránek. S těmi má více 
zkušeností společnost Adobe a jejich Flash. 
 
Po dŧkladném prozkoumání výhod a nevýhod obou jazykŧ, byl zvolen Adobe 
Flash CS3. Klíčovou roli při tomto rozhodování nehrála jen jeho schopnost 
interaktivně navrhovat počítačové animace, ale hlavně jeho přednosti při tvorbě 
aktivních webových stránek. Dŧleţitým faktorem bylo také, ţe tyto aplety budou 
převáţně slouţit pro výukové účely, kde design hraje hlavní roli. A Mŧţeme říci, ţe 
pro tyto účely byl jazyk Flash primárně navrţen. 
 
 
6.1 Tvorba webových stránek 
 
Tyto stránky hlavně slouţí jako jakýsi orientační bod v problematice směrování. Jsou 
v nich obsaţeny všechny informace, které mŧţete nalézt v této práci. Dŧvodem 
vzniku těchto stránek bylo sloučit teoretickou část s částí praktickou. Šlo o propojení 
teorie s praktickým náhledem na věc, který je obsaţen v jednotlivých apletech. Ty 
jsou vloţeny na tento web a jsou dostupné ke staţení. 
 
Vysoké učení technické v Brně 2009                                                                                                              Jiří Sobek  
37 
 
6.1.1 Technické údaje 
 
Z technického hlediska jsou tyto stránky navrţeny podle určitého standardu, který se 
v dnešní době očekává. Rozlišení, které bylo zvoleno, je klasických 1024 x 768 
bodŧ. Rychlost snímkŧ měřící se v tzv. „frames per second“, neboli počtu snímkŧ za 
sekundu, je nastaven na 25. Rozloţení plochy je takové, ţe v horní části mŧţeme 
nalézt název webu a hned pod ním hlavní panel s nabídkou odkazŧ. Aktivní část, 
která se mění na základě stisknutého tlačítka, je přímo pod hlavním panelem. 
 
 Hlavní panel mŧţeme rozdělit do dvou částí. Těmi jsou Menu a jeho 
Podmenu. Kaţdé tlačítko z panelu Menu má své Podmenu. Jedinou výjimkou je 
tlačítko s názvem „Odkazy“. Po stisknutí Menu tlačítka se spustí interaktivní 
animace, která zobrazí nabídku Podmenu. 
 
 Tato animace byla vytvořena pomocí speciální funkce programu Flash, 
kterým je Filmový klip. V tomto klipu bylo nastaveno, jakým zpŧsobem se budou 
jednotlivá tlačítka Podmenu zobrazovat, tak aby byl vytvořen finální efekt. Nastavení 






Obrázek 8: Zobrazení jednotlivých vrstev při spouštění animace Podmenu 
 
 
 Tato animace byla vytvořena pomocí funkce „alfa“, u které se dá nastavit 
prŧsvitnost. Realizace poté byla taková, ţe na vstupním klíčovém snímku byla „alfa“ 
nastavena na 0% a při plném zobrazení se změnila na 100%. Klipu se brání 
v pokračování pomocí příkazu „stop“, který je přiřazen konkrétnímu snímku. Pro 
tuto animaci bylo věnováno pět snímkŧ. To zajistilo plynulý přechod z neviditelnosti 
aţ na plnou viditelnost. Po výběru nějaké moţnosti z Menu nebo Podmenu dojde ke 
zmenšení „alfy“ opět na 0% a tím i jeho ukončení. Tento filmový klip se spustí vţdy 









Jak jiţ bylo řečeno, struktura těchto stránek je zaloţena na poloţkách Menu a jejich 
Podmenu. V této kapitole si ji více přiblíţíme. Menu obsahuje celkem pět odkazŧ na 
další části těchto stránek. Z toho čtyři odkazy obsahují i své Podmenu. Jedinou 
výjimkou je tlačítko „Odkazy“, které obsahuje odkazy na další webové stránky, které 
spojuje stejná tématika. Na následujícím obrázku si mŧţete prohlédnout, jak tyto 










Stránka, která se zobrazí po stisknutí tohoto tlačítka je součastně i úvodní stránkou 
celého webu. Vysvětluje co to znamená směrování a jaké jsou jeho základní 
principy.  
 
Směrování – IPv4 
Zde se uţ dostáváme k prvnímu bodu Podmenu. Týká se Internet Protokolu verze 4. 
Jsou v něm k nalezení informace o délce IPv4 adresy, zpŧsobu zápisu i rozdělení 
těchto adres do tříd. Tato kapitola je uzavřena popisem masky a protokolem 
ICMPv4, který má u IPv4 převáţně signalizační charakter. 
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Směrování – IPv6 
Tento odkaz se stejně jako odkaz na IPv4 věnuje Internet protokolu, ale tentokráte 
verzi 6. Obsahuje porovnání s IPv4, kde hlavním rozdílem je délka IP adresy. 
Následují informace o struktuře hlavičky a ICMPv6. U hlavičky mŧţeme nalézt 
přehledný rozpis s popisem funkcí jednotlivých poloţek. 
 
Směrování – Sítě a autonomní systémy 
Tato kapitola se blíţe věnuje rozdělení sítí na autonomní systémy. Mŧţeme zde 
nalézt odpovědi na otázky, jakým zpŧsobem se sítě dělí, jaká je jejich souvislost 
s autonomními systémy i jak funguje správa autonomního systému. 
 
Směrování – DNS 
Domain Name System nebo také DNS servery se zabývají převodem IP adres na 
jména a tím uţivatelŧm usnadňují práci v síti internet. V této poloţce mŧţete nalézt 
základní informace o principu funkce DNS a zároveň i vysvětlení, jakým zpŧsobem 
lze dělit domény na subdomény a jak v nich následně číst. 
 
Směrovač 
Tlačítko Směrovač v hlavním Menu odkazuje na tématiku základního prvku všech 
sítí. Tím je jiţ zmíněný směrovač. Pod tímto Menu se skrývá výpis jednotlivých typŧ 
směrovačŧ, jejich komponent a v neposlední řadě i jeho funkce a směrovací tabulky. 
Všechny body Podmenu budou dále rozepsány. 
 
Směrovač – Typy 
Zde jsou k nahlédnutí tři základní typy směrovačŧ. Dělení je zaloţeno na 
hierarchickém rozloţení směrovačŧ v síti. Prvním typem je nejsloţitější a nejdraţší 
páteřní směrovač. Následuje popis směrovačŧ hraničních a podnikových. 
 
Směrovač – Komponenty 
Toto Podmenu skrývá informace o sloţení směrovače. Ten se skládá ze šesti 
základních funkčních blokŧ. Jednotlivé bloky jsou blíţe popsány pod tímto odkazem. 
 
Směrovač – Funkce 
Nejdŧleţitější funkcí směrovače je směrování. Nicméně směrovač obsahuje i jiné 
funkce, jako například předávání a filtraci. Ta se skládá ze základního rozdělení 
a přídavných funkcí. V této kapitole je vysvětleno, jakým zpŧsobem k dělení dochází 
a co je míněno přídavnými funkcemi. 
 
Směrovač – Směrovací tabulka 
Asi nejdŧleţitější součást směrovače je jeho směrovací tabulka. Ta mŧţe být statická 
nebo dynamická. V kaţdé směrovací tabulce jsou obsaţeny informace o síti, ve které 
se směrovač nachází. Detailnější popis obou typŧ tabulek naleznete v této kapitole. 




Třetí poloţkou Menu jsou směrovací protokoly. Protoţe se jimi tato práce dŧkladně 
zabývá, a i proto ţe jsou nedílnou součástí sítí, bylo nezbytné se o nich zmínit. 
Mŧţeme je rozdělit na vnitřní a vnější směrovací protokoly. Vnitřní se dále dělí na 
další dva typy, „distance-vector“ a „link-state“. V Podmenu jsou k nalezení zkratky 
jednotlivých protokolŧ. Významnými jsou RIP a OSPF. RIP zastupuje Routing 
Information Protocol a s ním i související informace o rodině protokolŧ „distance-
vector“. OSPF potom Open Shortest Path First a jeho rodinu protokolŧ typu „link-
state“.  
 
Protokoly – RIP 
Toto Podmenu se zabývá rodinou protokolŧ typu „distance-vector“ a jejich 
zástupcem směrovacím protokolem Routing Information Protocol. Podrobně jsou zde 
popsány postupy při plnění směrovacích tabulek a problémy, které mohou nastat při 
pouţití tohoto protokolu. Dále zde naleznete informace o RIP verze 2. 
 
Protokoly – OSPF 
Stejně jako u poloţky výše se zde řeší problematika protokolu OSPF i rodiny 
protokolŧ „link-state“. Mŧţete zde vidět zpŧsob získání topologického stromu za 
vyuţití protokolŧ „link-state“ a popis jejich zástupce, OSPF. 
 
Protokoly – IS-IS 
Zde je vysvětlen princip práce směrovacího protokolu Integrated IS-IS. 
 
Protokoly – IGRP 
Tento bod Podmenu je věnován směrovacímu protokolu, který byl vytvořen firmou 
Cisco, tedy protokolu IGRP. Po odkliknutí tohoto tlačítka se zobrazí základní popis 
protokolu. 
 
Protokoly – EIGRP 
Na rozdíl od odkazu výše, je tato stránka věnována EIGRP. Jedná se o nástupce dříve 
zmíněného IGRP. Jsou zde informace o vzniku EIGRP, funkcích a rozdílech oproti 
jeho předchŧdci. 
 
Protokoly – BGP 
Poslední tlačítko Podmenu se věnuje vnějšímu směrovacímu protokolu, kterým je 
BGP. Stránka se týká základního popisu a vysvětluje jakým zpŧsobem si BGP volí 
ideální cestu k cíli. 
 
Aplety 
Čtvrtým tlačítkem hlavního Menu jsou Aplety. Ve vyskakovacím Podmenu jsou 
k dispozici spustitelné verze všech apletŧ, které byly vytvořeny v rámci této 
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bakalářské práce. V textové části jsou potom popsány funkce jednotlivých apletŧ 
a zpŧsob jejich ovládání. Na následujícím obrázku mŧţeme vidět, jak stránka 










Poslední bod Menu. Obsahují odkazy na další webové stránky, které se nějakým 
zpŧsobem dotýkají ať uţ směrování nebo směrovacích protokolŧ. Slouţí pouze jako 
návrh pro případného zájemce, aby si mohl rozšířit své vědomosti. 
 
 Cílem této práce bylo vytvořit aplety, které by znázorňovaly principy 
směrovačŧ a byly vhodné pro podporu výuky. Účelem těchto stránek je, aby 
shromáţdily všechny informace obsaţené v bakalářské práci a zajistili všem apletŧm 
určitou teoretickou základnu, ze které bude moţné čerpat další vědomosti. 
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6.2 Aplet – Směrování 
Tento aplet je prvním ze tří apletŧ, které obsahuje tato práce. Zobrazuje pohled na 
aktivní síť, kterou protékají data. Zároveň vysvětluje, jakým zpŧsobem dochází 
k prioritnímu řazení paketŧ uvnitř směrovače. Celkem jej mŧţeme rozdělit do dvou 
vrstev. První je vnější schéma sítě. Druhou je vnitřní struktura směrovače. 
 
 
6.2.1 Vnější schéma 
 
Vnější schéma je taktéţ rozděleno do dvou částí. Vrchní část obsahuje textové pole, 
které vysvětluje, jakým zpŧsobem by mělo být s apletem zacházeno. Je zde řečeno, 
co mŧţeme na apletu vidět a jak jej ovládat. Spodní část uţ je samotná aktivní oblast. 






Obrázek 11: Zobrazení vnějšího schéma apletu 
 
 Na tomto apletu mŧţeme vidět čtyři směrovače, které jsou vzájemně 
propojeny a ústí do větší sítě. Po spuštění pomocí tlačítka „Start“ se dostaneme na 
hlavní stranu aplikace, kde se spustí tok dat ze směrovačŧ A a B. Data postupují sítí 
a dostávají se k směrovači C. Ten je zpracuje a v případě, ţe je není schopen dále 
odesílat, uloţí je do své vyrovnávací paměti. Ta je zaloţena na principu 
First-In-First-Out (FIFO). Tento systém pracuje tak, ţe první paket, který se dostane 
do vyrovnávací paměti, bude také prvním paketem, který bude zpracován. Po 
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prŧchodu směrovačem C postupují data dále touto imaginární sítí směrem 
k směrovači D a poté se uţ dostávají do sítě, která je zde vyobrazena jako mnoţina 
čítající neurčitý počet aktivních prvkŧ. 
 
 Tok dat je v tomto případě zacyklen, takţe mŧţe téct do nekonečna. Prakticky 
to bylo provedeno pomocí příkazu „gotoandplay“. Ten pracuje tak, ţe kdyţ se 
animace dostane na snímek, kde je tento příkaz zapsán, provede jej a vrátí se zpět na 
snímek, který je v tomto příkazu uloţen. Díky tomuto jednoduchému příkazu zŧstává 
animace zachycena ve smyčce a mŧţe stále běţet. Aplet-směrování má stejně jako 
všechny ostatní aplety primárně nastaveno rozlišení na 800 x 600 bodŧ a zobrazuje 
25 snímkŧ za sekundu. 
 
 Tento aplet však nezobrazuje pouze tok dat sítí, ale i vnitřní strukturu 
směrovače. Tu si mŧţeme prohlédnout po stisknutí tlačítka, kterým je samotný 
směrovač C.  
 
 
6.2.2 Vnitřní struktura směrovače 
 
Po stisknutí tlačítka směrovače C se spustí nový filmový klip, který přes základní 
topologii této sítě, rozloţí novou vrstvu. V pozadí mŧţeme stále vidět tok dat sítí. Na 
této nové vrstvě je znázorněna obecná vnitřní struktura směrovače. Jsou zde 
vyobrazeny vstupní porty, na které přicházejí data ze směrovačŧ A a B. Ty dále 
pokračují do hradla, kde se podle priorit seřadí a budou dále postupovat aţ na 
výstupní port. Hradlo je ovládáno řízením. 
 
 Součástí této vnitřní struktury je opět i textová část. V ní je popsáno jakým 
zpŧsobem dochází k prioritizaci paketŧ a co se stane v případě, ţe dorazí dva pakety 
ve stejný čas. 
 
 Pakety, které přicházejí na vstup směrovače, jsou v rámci vnitřní struktury 
rozděleny do dvou kategorií podle priorit. Modře vybarveny jsou ty s vyšší prioritou, 
zatímco ţluté mají prioritu niţší. Z obou směrovačŧ přicházejí data s niţší i vyšší 
prioritou. V případě, ţe se do hradla dostanou v rozdílný čas, jsou zpracovány, jako 
by byly prioritně na stejné úrovni. Dŧleţitější variantou je ta druhá. Tou je situace, 
kdy do hradla dorazí dva pakety zároveň. Kdyţ se tak stane, je nezbytné, aby hradlo 
porovnalo, kdo má jakou prioritu. Paket s niţší prioritou se uloţí do bufferu a paket 
s vyšší prioritou se zpracuje. Jakmile se odešle na výstupní port, vytáhne se z bufferu 
méně dŧleţitý paket a zpracuje se i ten. Buffer bude blíţe popsán o odstavec níţe. 
 
V tuto chvíli si řekneme něco o dalším prvku vnitřní struktury, který na tomto 
apletu mŧţeme vidět. Tím je buffer, nebo také vyrovnávací paměť. Do ní se ukládají 
data v případě, ţe je hradlo není schopno zpracovat a odeslat dále. Tato situace mŧţe 
při přetíţení sítě dojít aţ k bodu, kdy uţ buffer nebude schopen přijímat další data 
a bude je nucen zahazovat. Na tomto apletu však k této situaci nikdy nedojde. 
Vyrovnávací paměť slouţí pouze jako určitý druh dočasného uloţiště. Celá vnitřní 
struktura je patrná z následujícího obrázku. 
 
 






Obrázek 12: Vnitřní struktura směrovače 
 
6.2.3 Ovládání apletu 
 
Ovládání apletu je zaloţeno na pěti tlačítkách. Prvním je hned po spuštění apletu 
tlačítko Start. Díky němu se mŧţeme dostat z úvodního snímku do vlastního apletu. 
Druhým z nich je, jak jiţ bylo řečeno směrovač C. Po stisknutí se zobrazí vnitřní 
struktura směrovače C. V případě, ţe se chceme vrátit zpět na vnější rozhraní, 
vyuţijeme kříţového tlačítka v pravém horním rohu, které zavře vnitřní strukturu 
a zobrazí opět základní topologii této sítě. Dalšími Dvěma dalšími tlačítky jsou Play 
a Pause. Obě uţ pracují v rámci celého apletu, protoţe po jejich stisknutí se zastaví 
a následně i pustí jak vnitřní tak i vnější část apletu. Jsou zde z toho dŧvodu, aby 
bylo moţné si aplet pozastavit v případě, ţe se chceme nad něčím zamyslet. 
 
Tato kapitola je zároveň i poslední kapitolou týkající se tohoto apletu. 
V následující části se bude zabývat zbylými programy, kterými jsou aplet – RIP 
a aplet - OSPF. Více se o nich dozvíte níţe. 
 
6.3 Aplet – RIP 
Tento aplet byl dodatečně vytvořen, aby doplnil tuto práci o praktické informace 
týkající se směrovacích protokolŧ. Konkrétně směrovacího protokolu Routing 
Information Protocol (RIP). Je na něm zobrazen zpŧsob, jakým si směrovače plní své 
směrovací tabulky v případě, ţe vyuţívají tento druh protokolu. V jednotlivých 
krocích je vysvětlen princip a na závěr jsou zobrazeny všechny směrovací tabulky 
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směrovačŧ, jeţ se vyskytují v této imaginární síti. Na následujícím obrázku si mŧţete 






Obrázek 13: Úvodní snímek apletu - RIP 
 
 
6.3.1 Výpočet směrovací tabulky, protokol RIP 
 
Zde si podrobně popíšeme, jakým zpŧsobem došlo k vypočtení směrovací tabulky. 
Nejdříve je třeba říci, který směrovač bude pro tento výpočet referenční. Byl zvolen 
směrovač A. První krok, který směrovač A vykoná po připojení do sítě, je zjištění, 
zdali nemá nějaké sousedy. Tedy vyšle informační zprávy po všech svých aktivních 
portech a čeká na odpověď. V této topologii má směrovač A dva sousedy. Jsou jimi 
směrovač B a C. Z toho vyplývá, ţe po odeslání zpráv se vrátí informace o dvou 
sousedech vzdálených jeden hop. Směrovač si je uloţí do své tabulky. V reálné síti 
proběhne tento proces u všech směrovačŧ ve stejný čas, tudíţ po prvním kroku mají 
všechny směrovače v síti data o svých sousedech. U směrovacího protokolu RIP se 
vyměňují celé směrovací tabulky.  
  
 V druhém kroku si směrovače ţádají tabulky svých sousedŧ. Ty uţ mají 
uloţeny informace o svých sousedech. Sousední směrovače reagují na výzvu 
a zasílají své tabulky. Po přijetí dojde ke zvýšení hodnot hopŧ v příchozí tabulce 
o 1 a porovnání se svou tabulkou. V případě, ţe ještě nebude existovat zápis 
o konkrétním směrovači, vytvoří se příslušný řádek. Jestliţe uţ ale bude směrovač 
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v tabulce zapsán, porovnají se hodnoty hopŧ. Kdyţ bude vyšší, ke změně v tabulce 
nedojde. Kdyţ se, ale najde cesta ke směrovači s niţší hodnotou neţ je zapsána 
v tabulce, dojde k aktualizaci a stará hodnota se nahradí novou. V tomto příkladě 
dojde k zápisu směrovačŧ D a F do tabulky, kde k nim budou přiřazeny metriky 
o velikosti 2. Je to dáno tím, ţe jsou vzdáleny na rozdíl dvou hopŧ. Na následujícím 
obrázku mŧţete vidět, jak vypadá směrovací tabulka v případě, ţe máme informace 






Obrázek 14: Směrovací tabulka routeru A v druhé kroku plnění 
 
 
 Třetí krok je stejný jako druhý s jediným rozdílem, ţe si budeme zasílat uţ 
rozšířené tabulky z druhého kroku. Směrovač A si opět vyţádá směrovací tabulku od 
směrovače B. Ten uţ ji, však bude mít v té době rozšířenou o informace 
o směrovačích E a G. Opět se zvýší metrika o jedna a do tabulky se dopíší hodnoty 
3 pro směrovače E a G.  U této topologie to bude znamenat, ţe uţ nedojde k ţádným 
změnám. To ale zatím směrovač A neví, takţe přejde k dalšímu kroku. V něm bude 
opět poţadovat aktualizovanou tabulku směrovače B. Ovšem v tomto případě uţ 
nedojde k ţádným změnám. Na základě počtu hopŧ se vybere ideální cesta ke všem 
směrovačŧm v síti. V našem případě se jedná o cestu od směrovače A aţ ke 
směrovači G. Ta povede tzv. spodní větví přes směrovače C s F aţ k cíli. Na 















Ovládání je zde u tohoto apletu stejné jako je ovládání u apletu – OSPF. Skládá se 
z pěti tlačítek, z nichţ úvodní tlačítko Start spouští celou aplikaci. Zbylé čtyři uţ 
pracují jen v rámci vnitřního klipu. Jimi jsou Zpět, Dále, Začátek a Konec. Zpět 
a Dále jsou krokovací tlačítka, která ovládají celý aplet. Pomocí nich se mŧţeme 
posouvat dále nebo se případně vracet. Začátek a Konec jsou spíše vedlejší, protoţe 
jejich jediná funkce spočívá v tom, ţe odkazují na začátek nebo konec apletu, aby 
nebylo nutné se k těmto krajním bodŧm „proklikávat“. 
 
 
6.4 Aplet – OSPF 
 
Tento aplet vznikl v kontrastu s předchozím, protoţe bylo cílem ukázat rozdíly mezi 
směrovacími protokoly RIP a OSPF. Také se zabývá plněním směrovací tabulky, ale 
v tomto případě se jedná o zcela nový pohled na věc. Směrovací protokol Open 
Shortest Path First (OSPF) nepracuje na principu skokŧ, jak to známe u protokolu 
RIP. Zde jsou klíčovými prvky součty váhových koeficientŧ, které jsou přiřazeny 
všem cestám mezi směrovači. Přiřazuje je administrátor podle vlastností, kterými se 
cesty vyznačují. Podrobně je tato teorie popsána v kapitole Směrovací protokoly typu 
„link-state“. 
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6.4.1 Plnění směrovací tabulky, protokol OSPF 
 
Plnění směrovací tabulky u protokolu OSPF probíhá pomocí Dijsktrŧvova algoritmu. 
Budeme brát v úvahu stejnou síť, jakou jsme pouţili v apletu – RIP. Na následujícím 






Obrázek 16: Plnění směrovací tabulky, protokol OSPF 
 
 
 Nejprve je třeba přiřadit cestám jejich váhové koeficienty. Aţ potom mŧţeme 
začít plnit směrovací tabulku. Při postupu se vyuţívá iteračních krokŧ. Základem je 
si zvolit referenční směrovač. Tím bude v našem případě směrovač A. V prvním 
kroku si zjistíme vzdálenost směrovače A od sebe sama. Takţe do tabulky napíšeme 
0. O ostatních směrovačích se zatím nic neví, proto k nim nebudeme nic psát. 
V druhé části prvního kroku vybereme směrovač s nejniţším váhovým koeficientem. 
My máme zapsán jen směrovač A, takţe vybereme ho. 
 
 V druhém kroku zjišťujeme, jestli nemá nějaké sousedy. Pokud ano, zapíšeme 
si k nim jejich váhové koeficienty. V našem případě to budou hodnoty 5 pro 
směrovač B a 12 pro C. V části b vybereme směrovač s niţším číslem, čili B. 
 
 Následuje krok třetí a tím je zjišťování sousedŧ směrovače B. Těmi jsou 
směrovače A,C a D. A a C uţ známe, přesto si zkontrolujeme cesty k nim, jestli 
neexistuje nějaká jiná, s menší hodnotu. Pro směrovač A ţádná taková není, takţe 
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její hodnota zŧstane 0. Ale rozdíl nalezneme u směrovače C. Jeho pŧvodní hodnota 
byla 12, ale po sečtení cesty přes B je 9. To vyplývá z toho, ţe cesta od A do C mŧţe 
vézt přes směrovač B. Takţe výsledná hodnota potom bude 5+4=9. Aktualizujeme 
tabulku u C. Dále přidáme cestu ke směrovači D, která je 13. V třetím kroku druhé 
části opět vybereme směrovač s nejniţším číslem. Pro nás to bude C. 
 
 V tomto kroku poznáváme sousedy od C. Jsou jimi směrovače A, B a F. U A 
a B nedojde k ţádným změnám. Při kontrole tabulky pro směrovač F zjistíme, ţe tam 
o něm zatím nejsou ţádné informace. Takţe ho tam připíšeme. Výsledná hodnota 
cesty z A do F je 28. A na závěr vybereme další směrovač. Tentokráte jím bude D. 
 
 Pokračujeme ve zjišťování sousedŧ kolem D. Z obrázku je patrné, ţe to 
budou směrovače B, C, F a E. B a C zŧstávají stejné. Novinkou je směrovač E. 
Dopíšeme jeho hodnotu, čili 16. Zkontrolujeme F a zjistíme, ţe přes směrovač D je 
k němu cesta výhodnější. Vypočteme tedy nový koeficient a uloţíme jej do tabulky. 
Pro F to bude 20. A vybíráme další směrovač. Nejniţší hodnotu má teď E. 
 
 Opět zjišťujeme sousedy, kterými jsou D, F a G. D a F zŧstávají. Do tabulky 
se zapíše hodnota pouze pro G, která je po součtu všech cest 28. Vybíráme nový 
směrovač. Tentokráte F. 
 
 Sousedi F jsou G, C, D a E. Ţádný nový směrovač nepřibyl, takţe zbývá 
zkontrolovat cesty k těm stávajícím. Všechny hodnoty, které se nyní nabízejí, jsou 
vyšší neţ ty uloţené v tabulce, takţe k ţádným změnám nedojde. Nakonec vybereme 
směrovač, který bude dále kontrolován. Zbývá uţ jen poslední, G. 
 
 Od toho bodu uţ k změnám v tabulce nedojde, protoţe všechny cesty, které se 
budou kontrolovat, uţ jednou zkontrolovány byly, akorát jiným směrovačem. 
Směrovač G sousedí s F a E. Všichni uţ kontrolováni byli a zároveň uţ není 
směrovač, který bychom mohli vybrat do dalšího kroku. Z toho vyplývá, ţe jsme 
naplnili celou směrovací tabulku a ţe tato síť je nyní kompletní. Nejkratší cesta od 
A do G vede přes směrovače B, D a E. Mŧţeme si ji prohlédnout na obrázku výše. Je 
zvýrazněná zeleně. 
 




















Cílem této práce bylo prostudovat a popsat problematiku směrování.  
 
Teoretická část je rozdělena do několika kategorií. Nejdříve byl na názorném 
příkladu, naznačen základní princip směrování a poté byla popsána funkce 
internetového protokolu IPv4 a IPv6. Pro komplexní pochopení problému bylo 
vysvětleno, jakým zpŧsobem pracuje systém DNS a jaká je jeho role v dnešním světě 
internetu.  
 
Další část se zabývala sloţením směrovačŧ a jeho funkcemi. Na závěr byla 
naznačena tvorba směrovacích tabulek, přičemţ primárním cílem bylo popsání 
hardwarových komponentŧ směrovače a jeho vnitřních pochodŧ.  
 
Poslední část se věnuje základnímu přehledu směrovacích protokolŧ. Zde 
byly znázorněny principy konkrétních směrovacích protokolŧ a jejich rozdělení do 
skupin podle základních znakŧ, kterými se kaţdý protokol prezentuje. Tato část 
končí vnějšími směrovacími protokoly, jeţ uzavřely kapitolu směrovacích protokolŧ 
a téţ teoretickou část této práce. 
 
Praktická část je pak zaměřena na tvorbu apletŧ slouţících pro výukové 
účely, jeţ přehledně dokreslují principy směrování.  
 
Jednotlivé aplety byly umístěny na webové stránky, které jsou obsahově 
zaměřeny na problematiku směrování. Jsou na nich vysvětleny jednotlivé směrovací 
protokoly, také logika směrování a funkce směrovače jako aktivního prvku sítě. 
 
Dle zadání byl vytvořen aplet popisující základní body směrování. Cílem bylo 
vysvětlení principu toku dat sítí a zároveň zobrazení vnitřní struktury směrovače, 
která obsahuje základní pohled na prioritizaci dat. 
 
Navíc byly vytvořeny další dva aplety dokreslující tuto problematiku. Oba se 
zabývají směrovacími protokoly, přičemţ první z nich zobrazuje plnění směrovací 
tabulky u směrovacího protokolu Routing Information Protocol (RIP) a druhý, 
v kontrastu s prvním, vysvětluje opět to samé, avšak nyní uţ u protokolu Open 
Shortest Path First (OSPF). Oba tyto aplety jsou aplikovány na topologicky identické 
síti s cílem zachytit rozdíly mezi oběma protokoly. 
 
Tato práce slouţí jako úvod do problematiky směrování a dává čtenáři 
základní znalosti, jeţ jsou nezbytné pro další práci v dané oblasti. 
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SEZNAM POUŽITÝCH ZKRATEK 
 
ARP - Address Resolution Protocol 
AS  - Autonomní systém 
ATM  - Asynchronous Transfer Mode 
BGP  - Border Gateway Protocol 
CIDR  - Classless Inter-Domin Routing 
CRC  - Cyclic redundancy check 
DHCP  - Dynamic Host Configuration Protocol 
DNS  - Domain Name System 
DSL  - Digital Subscriber Line 
DUAL  - Diffusing Update Algorithm 
EBGP  - External Border Gateway Protocol 
EGP  - Exterior Gateway Protocol 
EIGRP - Enhanced Interior Gateway Routing Protocol 
IBGP  - Internal Border Gateway Protocol 
ICMPv4 - Internet Control Message Protocol version 4 
ICMPv6 - Internet Control Message Protocol version 6 
IGMP  - Internet Group Management Protocol 
IGP  - Interior Gateway Protocol 
IGRP  - Interior Gateway Routing Protocol 
IP  - Internet Protocol 
IPng  - Internet Protocol new generation 
IPsec  - Internet Protocol security 
IPv4  - Internet Protocol version 4 
IPv6  - Internet Protocol version 6 
IS-IS  - Intermediate System to Intermediate System 
L3  - Three layer 
LAN  - Local Area Network 
LSA  - Link State Agreement 
MAC  - Media Access Control 
MTU  - Maximum transmission unit 
NAT  - Network Address Translation 
OSI  - Open Systems Interconnection 
OSPF  - Open Shortest Path First 
PPTP  - Point-to-Point Tunneling Protocol 
QoS  - Quality of Service 
RIP  - Routing Information Protocol 
RIPv1  - Routing Information Protocol version 1  
RIPv2  - Routing Information Protocol version 2 
SPF  - Shortest Path First 
TCP  - Transmission Control Protocol 
TTL  - Time To Live 
UDP  - User Datagram Protocol 
VLAN  - Virtual Local Area Network 
VLSM  - Variable-Length Subnet Mask 
VPN  - Virtual Private Network 
VUT  - Vysoké učení technické 
WAN  - Wide Area Network 
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A. OBSAH PŘILOŽENÉHO CD 
 
- Aplet Směrování 
- Aplet RIP 
- Aplet OSPF 
- Webové stránky 
  
 
 
