





FACOLTA’ DI ECONOMIA E MANAGEMENT 
 
 
CORSO DI LAUREA SPECIALISTICA IN MARKETING 
E RICERCHE DI MERCATO 
 
 
TESI DI LAUREA IN DIRITTO DELL’INFORMATICA 
 
Pubblicità molesta in Internet: la disciplina e i rimedi 
 
 
Candidato                                                                   Relatore della Tesi 
 
Camilla Scavetta                                               Prof.ssa Dianora Poletti 
 





CAPITOLO PRIMO: Introduzione 
1.1 La pubblicità commerciale 
1.2 La pubblicità on-line 
1.3 Lo spamming 
1.3.1 Conseguenze dello spamming 
 
 
CAPITOLO SECONDO: Profilo giuridico europeo 
2.1 La prima normativa sulla privacy: la Direttiva 
95/46/CE 
2.2 Le Direttive 97/66/CE e 97/7/CE 
2.3 La Direttiva sul commercio elettronico 
2.4 Il “Gruppo di lavoro per la tutela delle persone con 
riguardo al trattamento dei dati personali” 
2.5 Comunicazioni elettroniche: la disciplina di 
attuazione della Direttiva 2002/58/CE 
2.6 Rafforzamento della protezione contro lo spamming: 
la Direttiva 2009/136/CE 
 
 
CAPITOLO TERZO: Profilo giuridico italiano 
3.1 Dalla legge n. 675/1996 al D. Lgs. n. 196/2003 (art. 
130) 
3.2 I D.Lgs. n. 171/1998 e n. 185/1999 
3.3 Il D.Lgs. n. 70/2003 
2 
 
3.4 Il Codice del Consumo 
3.5 Il problema dell’applicabilità dell’art. 660 Codice 
Penale allo spamming 
3.6 Provvedimento del Garante 4 luglio 2013 
 
 
CAPITOLO QUARTO: Casi applicativi 
4.1 Provvedimento del Garante reso nei confronti della 
Lista Marco Pannella 
4.2 Le pronunce della giurisprudenza civile 
4.2.1 Sentenza del Giudice di Pace nella controversia 
Angelo Pisani – Nencini Sport s.r.l. 
4.2.2 Sentenza del Giudice di Pace di Napoli nella 
controversia Angelo Pisani – General Motors 










CAPITOLO PRIMO: Introduzione 
 
Con l’avvento di Internet il modo di comunicare si è 
completamente rivoluzionato. 
Tale innovazione presenta due facce di una medaglia: se da 
un lato, Internet, ha dato vita ad una grande serie di facilitazioni, 
dall’altro ha anche permesso e semplificato l’invasione della sfera 
personale. Ed è proprio in Internet che trova terreno fertile per la 
sua espansione il fenomeno oggetto di questa analisi: lo spamming. 
Lo spamming fa la sua prima apparizione sulla scena 
statunitense nel 1975. 
In correlazione alla “pubblicità commerciale”, l’analisi 
verterà nello specifico sul problema della spedizione di messaggi di 
posta elettronica non desiderata a scopo promozionale, facendo luce 
sulle conseguenze causate dallo spamming. 
Sarà ripercorso il quadro normativo europeo che si è 
occupato del problema in esame, quadro normativo composto da 
quei principi comunitari che si sono espressi in materia 
pronunciandosi, in particolare, sul piano della protezione della 
riservatezza della persona, dell’obbligatorietà o meno del consenso 
e dell’impianto sanzionatorio. 
Una volta preso in considerazione il profilo giuridico 
europeo, l’analisi scenderà nello specifico considerando tutte quelle 
norme che vanno a costituire la disciplina italiana sul fenomeno 
delle comunicazioni commerciali indesiderate. 
Al fine di capire come nella pratica la giustizia si esprime in 
merito al fenomeno dello spamming, in conclusione saranno esposti dei 
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casi applicativi e, in particolare, due sentenze di merito e un 





1.1 La pubblicità commerciale 
 
La pubblicità commerciale è stata in grado di compiere un grande 
salto di qualità grazie alla rivoluzione industriale trovando un prezioso 
alleato nello sviluppo dei mezzi di comunicazione di massa e delle 
tecnologie dell’informazione. 
Il termine pubblicità trae le sue origini dal latino “publicus” 
(pubblico) e il significato attribuito a tale termine dal dizionario della 
lingua italiana è il seguente: “divulgazione, diffusione fra il pubblico di 
notizie, di dati, di fatti, di informazioni
1”. 
La parola “pubblicità” è un termine polisemico in quanto termine 
che presenta una pluralità di significati tra i quali, il più rilevante ai fini 
della presente analisi, vi è quello secondo cui “la pubblicità è un’attività 
commerciale volta a far conoscere (per lo più attraverso inserzioni su 
giornali e riviste, brevi filmati, cartelli, manifesti, insegne luminose, 
ecc.) l’esistenza e la qualità di un prodotto o di un servizio onde 
incrementare la vendita o l’uso2”. 
Utile allo studio in esame è anche il significato del termine 
“promozione” derivante dal latino “promovēre” che significa “spingere, 
dare impulso a qualcosa o a qualcuno per determinare un 
avanzamento
3”. 
Sulla scia del significato assunto dal termine inglese “promotion” 
di attività diretta a sviluppare o a potenziare qualcosa e, quindi, anche di 
attività diretta ad incentivare le vendite di un prodotto, in Italia sin dagli 
                                                          
1
 Voce Pubblicità, in BATTAGLIA S. (a cura di) Grande dizionario della lingua italiana, 
Unione tipografico – Editrice torinese, Torino, 1998, XIV, 880. 
2
Voce Pubblicità, in BATTAGLIA S. (a cura di) Grande dizionario della lingua italiana, 
cit., p. 881. 
3
 Voce Promuovere, in CORTELLAZZO M. e ZOLLI P. (a cura di), Dizionario etimologico 
della lingua italiana, Zanichelli, Bologna, 1985, IV, 988. 
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Secondo l’art. 20 del Codice del Consumo, nella versione 
anteriore all’ultima modifica, “per pubblicità (ndr: si intende) 
qualsiasi forma di messaggio che sia diffuso, in qualsiasi modo, 
nell’esercizio di un’attività commerciale, industriale, artigianale o 
professionale allo scopo di promuovere la vendita di beni mobili o 
immobili , la costituzione o il trasferimento di diritti ed obblighi su 
di essi, oppure la prestazione di opere e servizi”. 
Il D. Lgs. 2 agosto 2007 n. 146 ha novellato gli articoli da 
18 a 27 del Codice del Consumo introducendo la nozione di 
“pratiche commerciali tra professionisti e consumatori” che 
adesso sono definite come “qualsiasi azione, omissione, condotta 
o dichiarazione, comunicazione commerciale ivi compresa la 
pubblicità e la commercializzazione del prodotto, posta in essere 
da un professionista, in relazione alla promozione, vendita o 
fornitura di un prodotto ai consumatori”. 
A seguito di tale modifica, il Codice del Consumo non 
contiene più una definizione a sé stante di pubblicità che risulta 




1.2 La pubblicità on-line 
 
Con l’avvento della telematica e la creazione della rete di 
comunicazione globale abbiamo assistito ad un’innovazione 
rivoluzionaria riguardante la comunicazione pubblicitaria. 
                                                          
4
 Voce Promuovere, in CORTELLAZZO M. e ZOLLI P. (a cura di), Dizionario etimologico 
della lingua italiana, Zanichelli, Bologna, 1985, IV, 988. 
5
 APA E., La pubblicità commerciale: struttura, natura e referenti costituzionali, 
Napoli, 2001, p. 1 ss. 
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L’immensa rete dei computer, visto il numero di persone che è in 
grado di raggiungere, non poteva non essere sfruttata a fini commerciali: 




La pubblicità su Internet può essere intesa, in un’accezione 
generale, come la comunicazione commerciale sviluppata dalle imprese 
e dalle istituzioni attraverso la rete o, in senso più stretto, come la 
“comunicazione commerciale che indirizzi dei messaggi verso un 
pubblico target, utilizzando potenzialità di contatto di terzi
7”. 
Ciò che ha permesso a Internet di diventare in pochi anni uno dei 
canali pubblicitari più utilizzati a livello dei mercati internazionali è 
sicuramente la sua attitudine alla diffusione, senza alcun limite 
geografico, delle informazioni e la capacità di essere in grado di 
realizzare campagne promozionali del genere one-to-one riuscendo a 
dialogare, sia in maniera personalizzata che in tempo reale, con i 
cyberconsumatori di tutto il mondo. 
Tra le principali modalità di advertising sviluppatesi in concreto 
nella rete ci occuperemo, nello specifico, delle comunicazioni 
promozionali effettuate tramite posta elettronica la cui questione 
principale investe la stessa ammissibilità dell’invio di messaggi non 
richiesti alla casella e-mail del destinatario: tale pratica, nel gergo della 
rete, è definita spamming. 
 
  
                                                          
6
 STABILE S., La pubblicità nel cyberspace fra business, etica e autodisciplina, in: “Il 
commercio elettronico”, Milano, 1999, p. 165 ss. 
7
 MANDELLI A., Internet Marketing, Milano, New York, 1998, p. 185. 
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1.3 Lo spamming 
 
Spamming è un termine di provenienza anglofona comunemente 
diffuso tra gli utenti della Rete. 
Il termine è inteso in un’accezione negativa e ciò è spiegato dalle 
sue curiose origini: spamming deriva dalla parola SPAM (acronimo di 
Spicy Pork And haM), una marca di carne in scatola molto diffusa negli 
Stati Uniti fin dagli anni ’30 e non considerata una raffinatezza 
gastronomica. Negli anni ‘80 il celebre gruppo comico inglese Monty 
Phyton presentò, all’interno della serie televisiva “Monty Phyton’s 
Flying Circus”, uno sketch ambientato in un locale in cui un gruppo di 
uomini travestiti da vichinghi impediva alla cameriera di elencare il 
menù ai clienti del tavolo vicino cantando a squarciagola “We got spam, 
with spam and spam, chicken spam, spam salad, salad with spam, spam, 
spam and spam
8”. Da tale episodio si giunse a definire lo spamming 
come un' attività ripetitiva che disturba ed impedisce la comunicazione. 
La Storia dello spam ha origine nel 1975 quando Jhon Postel, 
informatico statunitense e pioniere di Internet, realizzando che non c’era 
modo per il mail server della rete ARPA di rifiutare un messaggio e-mail 
se spedito in maniera corretta, pubblicò un documento tecnico sul tema 
(RFC706 intitolato “On the junk mail problem”) in cui affermava che 
con le “Junk e-mail” sarebbe stato possibile attaccare un computer 
inviando più e-mail di quante lo stesso ne potesse ricevere. A soluzione 
di questo problema si poteva esclusivamente tentare di far rifiutare i 
messaggi di provenienza “incerta” ed “insicura” ( ma per quei tempi tale 
opzione risultava essere solo una speranza).
9
 
                                                          
8
 Vedi www.focus.it. 
9
 POSTEL J., On the junk e-mail, 1975, www.rfc-editor.org, 
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Negli anni a venire il problema delle “e-mail spazzatura” si 
ripropone sporadicamente fino ad arrivare all’anno 1994 quando due 
avvocati dell’Arizona, Laurence Canter e Martha Sieghel10, misero in 
atto una campagna di sponsorizzazione dei loro servizi di consulenza per 
le Green Card Lottery (lotteria americana nell’ambito di visti per 
l’immigrazione) su 6.000 newsgroup11. La comunità dei newsgroup si 
adirò per due principali motivi: il primo riguardava l’estensione e 
l’azzardo di tale messaggio in quanto mai prima era accaduto che fosse 
inviato a tutti i newsgroup contemporaneamente un messaggio; il 
secondo motivo riguardava il contenuto del messaggio stesso il quale 
lasciava ben dedurre che, dietro pagamento di 100 $ ai due 
professionisti, qualcuno avrebbe fatto in modo da far vincere la Green 
Card Lottery ai clienti
12
. 
Nel periodo che seguì un numero esorbitante di utenti inviò le 
proprie lamentele all’ISP dei due legali, le migliaia di proteste ricevute 
finirono addirittura per bloccare il server delle e-mail e lo stesso Server, 
dopo pochi giorni, sciolse il contratto di connessione dei due avvocati.  
Da questa esperienza nacque un libro scritto direttamente dai due 
professionisti interessati, intitolato “Come fare una fortuna sulle 
autostrade dell’informazione”, in cui gli stessi spiegavano le tecniche su 
come rintracciare gli indirizzi e-mail e su come inviare junk e-mail su 
Internet e sui newsgroup.  
Un venditore di pagine gialle, Jeff Slaton, lesse il loro libro e 
decise di prenderne spunto per mettere in atto una tecnica innovativa per 
quel periodo: l’e-mail marketing. Durante l’estate dell’anno seguente 
                                                          
10
 I due professionisti in questione sono stati considerati a tutti gli effetti come i primi 
spammer della storia. 
11
 Caso descritto nello studio “Communications commerciales non sollecitèes et 
protection des donnèes”, elaborato su incarico della Commissione UE dalla società di 
consulenza ARETE, pubblicato nel gennaio 2010, p. 15. 
12
 Risulta opportuno precisare la gratuiticità della stessa. 
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egli diede luogo a una collezione di indirizzi di posta elettronica che 
estraeva da mailing list, Internet ed Usenet. Quindi nel settembre 
dell’anno 1995 inviò il suo primo spam in cui vendeva i piani per una 
bomba atomica il cui costo era pari a 18 $.  
Oltre a ciò, Slaton fece di più pubblicizzando la propria tecnica di 
Direct Marketing con il seguente slogan:  “è possibile inviare messaggi a 
più di 6 milioni di utenti, basta chiamare il numero 505.806… “ e 
firmandosi “il Re dello Spam”. 
Solo un anno dopo un altro soggetto detronizzò Slaton: era 
Sanford Wallace
13
. Egli, tramite la propria società Cyber Promotions
14
, 
ottenne una connessione ad Internet superveloce (a differenza  di Slaton 
che invece utilizzava semplicemente una connessione telefonica) e, 
attraverso essa, fu in grado di inviare più messaggi di posta elettronica.  
Wallace, con la sua società, tentò di legittimare lo spamming 
offrendo i suoi servizi anche ad altri spammer. 
 A questo punto lo spamming si era avviato verso una sorta di 
democratizzazione essendo stato intrapreso ormai da migliaia di soggetti 
tra società e privati. 
Lo spamming, in generale, consiste nell’invio di comunicazioni 
commerciali non sollecitate (Unsolicited Commercial E-mail) in contesti 
non destinati a ciò e senza il consenso di coloro che le ricevono. 
                                                          
13
 Il suo nome è stato ironicamente modificato in Sanford Spamford Wallace, egli ha 
alle spalle 27 milioni di junk mail, 500mila account Facebook rubati (in un periodo quindi più 
recente) e precedenti per phishing. Nel 2006 viene multato per 4 milioni di dollari dopo 
essere stato riconosciuto come l’autore della diffusione di alcuni software contenenti codice 
maligno. Nel 2008 viene poi condannato a versare nelle casse di MySpace 230 milioni di 
dollari per aver sfruttato la rete di contatti del social network musicale per inviare un’enorme 
quantità di messaggi non desiderati. Infine nel 2009 un tribunale californiano ha emesso la 
sua sentenza nei confronti di Sanford Wallace condannandolo al pagamento di un’ammenda 
da 711 milioni di dollari per attività di spamming illegale sul social network Facebook. 
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Ciò può avvenire in primis attraverso le e-mail, ma anche 
attraverso altre modalità tra cui, una forma particolarmente insidiosa, è 
rappresentata dall’invio del messaggio pubblicitario inserendolo nelle 




In particolare, lo spamming non consiste in qualunque forma di 
pubblicità indesiderata, ma esclusivamente in quei casi in cui ci si trova 
davanti ad invii ripetuti di messaggi pubblicitari non richiesti, 
provenienti da un mittente che abbia camuffato oppure celato la sua 
stessa identità ovvero che ometta l’indicazione di un indirizzo valido da 
utilizzare per negare il proprio consenso alla ricezione di tali messaggi. 
Siamo quindi di fronte ad una particolare forma di comunicazione 
indesiderata a carattere ripetuto e sleale.
16
 
Il problema dello spamming si pose già riguardo all’inoltro di 
pubblicità attraverso il servizio postale o il fax. 
Lo spamming su Internet, tuttavia, ha risvolti economici più 
importanti essendo realizzabile in tempi più brevi, occupando in modo 
indesiderato la memoria dei terminali internet e consumando energia 
elettrica. 
Tale tecnica può risultare assai invasiva poiché può servirsi di 
informazioni che l’utente che naviga su Internet lascia volontariamente o 
involontariamente nella rete stessa, arrivando al punto di tracciare veri e 
propri profili del “cyberconsumatore” al fine di inviargli messaggi 
addirittura personalizzati dando vita così ad una serie di questioni 
rientranti nell’ambito del diritto alla privacy.17 
                                                          
15
 STAZI A., La pubblicità commerciale on-line, Milano, 2004, p. 43 ss. 
16
 VIGLIAR S., Privacy e comunicazioni elettroniche: la direttiva 2002/58/CE, in rivista 
Dir. Informatica, fasc. 2, 2003, p. 401. 
17
 STAZI A., La pubblicità commerciale on line, cit., p. 44. 
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La cassetta della posta tradizionale si ritiene faccia parte del 
domicilio del soggetto, ragione per cui deve essere protetta da intrusioni 
indesiderate. Lo stesso principio si ritiene poi valido anche per la casella 
di posta elettronica, considerata assimilabile alla cassetta delle lettere 
poiché l’elaboratore si trova proprio nell’abitazione del destinatario. 
La questione dello spamming a livello giuridico sarà però 
affrontata in seguito nei prossimi capitoli. 
I soggetti che si occupano dell’invio di un elevatissimo numero di 
messaggi di posta indesiderata ad un altissimo numero di destinatari si 
definiscono spammer. Essi adottano tutta una serie di tecniche per 
riuscire a raggirare le barriere istituite a difesa della sfera privata, tali 
barriere possono consistere ad esempio in filtri anti-spam messi in atto 
dai destinatari dei messaggi oppure nell’inserimento in “black list” 
(database di indirizzi IP ritenuti pericolosi in quanto sorgenti di spam) 
degli indirizzi di posta elettronica dei soggetti da cui provengono i 
messaggi spam, ciò può avvenire a seguito di una segnalazione ai 
provider di tali indirizzi di posta elettronica in modo da impedire di 
inviare messaggi ad alcuni “mail server”, risulta perciò nell’interesse 
dello spammer cambiare continuamente il dominio di provenienza delle 
e-mail. 
Una delle tecniche più in voga tra gli spammer è sicuramente 
quella dello “spoofing” che consiste nella manipolazione dei dati 
trasmessi sulla rete falsificando il proprio indirizzo IP. Tramite tale 
tecnica lo spammer riesce ad appoggiarsi ad un indirizzo al medesimo 
non intestato oppure addirittura ad un indirizzo inesistente al fine di 
mascherare la reale provenienza del messaggio deviando le eventuali 
13 
 




Gli spammer si “nutrono” delle tracce che il cybernavigatore 
lascia in rete, volontariamente o involontariamente. Nella loro ricerca di 
indirizzi di posta elettronica da utilizzare per la loro attività possono 
attingere da programmi denominati “spider” i quali permettono, ad 
esempio, la raccolta automatica dai newsgroup di indirizzi e-mail dei 
sottoscrittori. 
I messaggi possono essere suddivisi in due principali categorie: 
Solicited ed Unsolicited. Nel caso delle Solicited E-mail si ritiene 
pervenuta un’autorizzazione e ciò tramite l’espressione di un consenso 
che può essere di natura professionale, commerciale, contrattuale, ecc...; 
nel caso invece delle Unsolicited E-mail, le comunicazioni pervengono 
senza alcuna autorizzazione, si tratta perciò di comunicazioni non 




Le comunicazioni non sollecitate possono a loro volta 
suddividersi, in base al loro contenuto, in commerciali, cioè tutte quelle 
comunicazioni alla cui base si riscontra la volontà di pubblicizzare un 
bene o un servizio, e non commerciali. In quest’ultima categoria 
rientrano messaggi il cui scopo è diffondere ideologie religiose, 
politiche, ecc..: l’esempio più lampante di tale tipo di comunicazione 
possono essere le c.d. catene di Sant’Antonio.20 
In realtà, il vero e proprio significato di spam in relazione alle e-
mail deve essere individuato in quello di “Unsolicited Bulk E-mail”. 
                                                          
18
VIXIE P.,  http://maps.vix.com/tsi/ar-what.htm 
19
 Per considerare Spam una comunicazione il requisito essenziale è proprio l’assenza 
di qualsiasi tipo di richiesta o sollecitazione della comunicazione stessa. 
20
 STAZI A., La pubblicità commerciale on line, cit., p. 72. 
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Affinché si possa parlare di spam, infatti, è necessaria la 
compresenza dei due fattori “Unsolicited” e “Bulk”. Per quanto riguarda 
il primo termine, ci si riferisce al fatto che dal destinatario del messaggio 
non sia pervenuto alcun tipo di preventivo consenso alla ricezione delle 
comunicazioni. 
Nel caso del fattore “bulk” ci riferisce, invece, al fatto che il 
messaggio, singolarmente considerato, venga spedito come parte di un 
numero più elevato di messaggi aventi tutti il medesimo contenuto. 
Dal punto di vista tecnologico, invece, si può parlare di spam solo 
se presente la concorrenza di due precisi requisiti: l’irrilevanza 
dell’identità personale del ricevente e l’irrilevanza del contesto in cui è 
inviato il messaggio e ciò in quanto lo stesso messaggio è 
potenzialmente destinabile, allo stesso modo, ad una pluralità di altri 
destinatari e in quanto non rileva se il ricevente abbia manifestato in 
modo esplicito il proprio consenso alla relativa ricezione.
21
 
Importantissimo è quindi chiarire che un messaggio di spam 
“acquista” tale denominazione non in base all’ambito al relativo 
contenuto (che riveste invece importanza per quanto attiene a differenti 
ipotesi quali, ad esempio, quella in cui lo spam assurge a strumento per il 
perseguimento di fini contrari alla legge), bensì in base alla condizione 
secondo cui la comunicazione sia “Unsolicited” e “Bulk”. 
 
1.3.1 Conseguenze dello spamming 
 
La pratica dell’invio di e-mail commerciali a scopo promozionale 
di un prodotto o di un servizio è un fenomeno sempre più diffuso tra le 
aziende che trovano in questa stessa pratica la concorrenza di tre fattori 
                                                          
21
 GIARDINI F., La protezione contro lo spamming: un’analisi comparata tra 
l’approccio europeo e quello statunitense, Milano, 2010, p. 12. 
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fondamentali: i bassi costi della campagna, una percentuale di risposta 
notevolmente più elevata rispetto ad altre forme di investimento aventi lo 
scopo medesimo ed infine gli alti rendimenti dell’attività di marketing. 
Il successo della pratica dello spamming va ricercato, a livello di 
costi pubblicitari, nel fatto che tali costi vengono in qualche modo 
traslati dal soggetto promotore, sul quale invece continuerebbero a 
ricadere se facesse ricorso ai più tradizionali strumenti di sollecitazione 
pubblicitaria, al destinatario del messaggio e della sollecitazione stessa. 
Il fenomeno correlato all’invio di messaggi di posta indesiderata 
risulta essere crescente in maniera esponenziale. 
Secondo un rapporto svolto dalla International Data Corporation 
si è passati dai 7 miliardi di e-mail indesiderate inviate nell’anno 2002 ai 
23 miliardi di e-mail inviate nell’anno 2004. Secondo statistiche svolte 
nell’anno 2010 si è potuto notare come il fenomeno aumentasse fino ad 
arrivare alla quota di 12.4 bilioni di messaggi di posta indesiderata 
giornalieri. Inoltre, secondo stime effettuate dal settore Security di 
Microsoft, si nota come già nell’anno 2008 la proporzione di e-mail non 
richieste dal destinatario raggiungesse la quota del 97% del totale delle 
e-mail inviate in rete.
22
 
Da stime effettuate sempre nel 2008 l’Europa risulterebbe essere 
la prima fonte di tutto lo spam che si dirige nel resto del mondo e ciò 
sarebbe imputabile alla crescente diffusione delle reti a banda larga. 
Come già detto, alla convenienza economica per i mittenti di spam 
si contrappongono i costi rilevanti sia dei destinatari dei messaggi sia 
dell’intero sistema del web. 
A ciò si deve sommare un’importante valutazione in termini di 
impatto dello spamming sull’economia dei Paesi: si fa qui riferimento a 





rilevazioni effettuate in sede OCSE
23
 che evidenziano come lo spamming 
possa incidere in maniera negativa sull’intero sistema economico 
assumendo una rilevanza ancor più incisiva nei Paesi in via di sviluppo 
quali Nepal, Nigeria e Malesia e meno rilevante nei paesi più evoluti 
dove la digitalizzazione è in grado di porre correttivi di carattere 
tecnologico al fine di combattere tale fenomeno. 
Secondo studi svolti dall’Unione Europea il costo dello spamming 
si aggira intorno ai 10 miliardi di euro l’anno ed incide almeno per il 
10% sui costi di accesso ad Internet.
24
 
I costi della connessione alla rete subiscono evidenti incrementi 
dovuti al tempo di utilizzo necessario all’eliminazione dei messaggi che 
non sono richiesti dall’utente stesso e, soprattutto, alla necessità di 
usufruire di una connessione che risulti essere in grado di sostenere 
anche il traffico dovuto allo spam
25
. 
A causa dello spam ricevuto in continuazione dagli utenti della 
rete, gli stessi vengono impegnati nella cancellazione di comunicazioni 
indesiderate e nella risposta a tali messaggi al fine di interromperne la 
spedizione alla propria casella di posta elettronica perfino durante la loro 
attività lavorativa. 
Inoltre lo spamming comporta costi anche per gli stessi Internet 
Service Providers che si trovano costretti, da una parte, a potenziare la 
larghezza della banda internet, quella delle apparecchiature e dei sistemi 
destinati alla protezione dei propri utenti dal fenomeno e, dall’altra parte, 
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 Organizzazione per la Cooperazione e lo Sviluppo Economico: organizzazione 
internazionale di studi economici per i paesi membri, nello specifico 34. 
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 GIARDINI F., La protezione contro lo spamming: un’analisi comparata tra 
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 Uno studio dell’Università di Stanford sostiene che ad ogni ora di navigazione in 
Internet corrispondono dai cinque ai dieci minuti per ciascun utente nei quali il tempo viene 




sono costretti a rispondere ai continui reclami degli utenti che protestano 
per il servizio offerto in ragione della quantità di spam che ricevono. 
Allo stesso modo possono scaturire costi in termini di danno 
all’immagine e di perdita di introiti per gli stessi ISPs causati ad esempio 
da disdette di abbonamenti conseguenti a segnalazioni di protesta. 
Tali costi sopportati dagli ISPs si riflettono automaticamente sui 
costi degli abbonamenti e di conseguenza sull’utente finale. 
Importante sapere che i messaggi spam possono poi essere in 
grado di lanciare virus in grado di danneggiare i sistemi hardware e 
software degli utenti e ciò tramite programmi ad esecuzione automatica 
allegati al messaggio di posta elettronica che costringono gli utenti stessi 
a sostenere ulteriori costi per l’acquisto di sistemi di protezione anti-
spam. 
Non solo, tali messaggi sono inoltre capaci di veicolare e installare 
i c.d. “web bags”, ovvero software spia la cui azione è quella di 
installarsi nel terminale dell’utente al fine, ad esempio, di identificarne il 
profilo di navigazione a scopi commerciali, aspetto strettamente 
correlato all’attività di spamming e che si collega alla questione della 




CAPITOLO SECONDO: Profilo giuridico europeo 
 
Il fenomeno dello spamming investe inevitabilmente l’ambito del 
diritto alla privacy poiché la casella di posta elettronica degli elaboratori, 
come la cassetta delle lettere, si trova proprio nell’abitazione del 
destinatario. 
Non solo, è stato evidenziato come la pubblicità inoltrata tramite 
posta elettronica abbia una valenza ancor più intrusiva di quella inoltrata 
tramite la posta tradizionale: la casella di posta elettronica, infatti, è 
considerata luogo ancor più privato e più personale della cassetta delle 
lettere dal momento in cui quest’ultima è usualmente collocata 
all’esterno dell’edifico e spesso utilizzata in comune da più persone a 
differenza della prima. 
Detto ciò si comprende di conseguenza come, secondo la dottrina 
prevalente, l’indirizzo di posta elettronica di un soggetto sia considerato 
a tutti gli effetti come un dato personale
26
, in quanto elemento che 
qualifica l’identità di chi lo possiede. 
Non esiste un divieto espresso di inviare materiale pubblicitario 
non richiesto, ma è necessario ricordare che nell’ordinamento italiano è 
stata riconosciuta, con la legge n. 675/1996 sulla tutela delle persone 
rispetto al trattamento dei dati personali, una tutela ai destinatari di tali 
messaggi.  
Tale legge ha previsto che l’interessato avesse diritto di opporsi al 
trattamento dei propri dati personali ai fini di informazione commerciale, 
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 In base all’amplissima definizione di “dato personale” data dall’art. 1 della legge n. 
675/96: per “dato personale” si intende “qualunque informazione relativa a persona fisica, 
persona giuridica, ente od associazione, identificati o identificabili, anche indirettamente, 




ricerche di mercato o vendita diretta e ciò sulla scia di un principio già 
previsto dalla Direttiva n. 95/46/CE. 
Proprio da questa stessa Direttiva inizierà l’analisi del quadro 
normativo europeo in tema di comunicazioni indesiderate. 
 
2.1 La prima norma sulla privacy: la Direttiva 
95/46/CE  
 
A livello comunitario, il primo intervento legislativo riguardo alla 
privacy si è avuto con la Direttiva n. 95/46/CE
27
. Tale Direttiva, 
riguardante la tutela delle persone fisiche con riguardo al trattamento dei 
dati personali, costituisce una normativa di carattere generale concepita 




All’art. 2 la norma prevede che “il trattamento dei dati personali” 
– che ricomprende la raccolta, la registrazione, l’organizzazione, la 
conservazione, l’elaborazione o la modifica, l’estrazione, la 
consultazione, l’impiego, la comunicazione mediante trasmissione, 
diffusione o altra forma di messa in comunicazione, e altro, di dati 
personali di una persona fisica che dovrebbero descrivere la c.d. raccolta 
in via elettronica dei dati - è disciplinato dalle leggi nazionali che attuano 
la Direttiva stessa e che, pertanto, quest’ultima potrebbe comunque 
assumere rilievo, seppur indiretto, nel fenomeno dello spam e ciò nel 
momento in cui gli spammer necessitano di informazioni a carattere 
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personale al fine di effettuare un invio mirato del messaggio 
pubblicitario a quello specifico indirizzo e-mail.
29
 
A conferma, inoltre, di come l’indirizzo di posta elettronica possa 
essere ricompreso nell’ambito della protezione accordata alla nozione di 
“dati personali”, è importante considerare l’ipotesi in cui le 
caratteristiche dell’indirizzo e-mail possano essere in grado di rivelare 
alcuni dati di carattere personale del titolare. 
All’art. 6 la Direttiva prevede il principio di finalità sostenendo 
che i dati personali devono essere trattati lealmente e lecitamente, 
devono essere rilevati per finalità determinate, esplicite e legittime e 
quindi trattati in maniera non incompatibile con tali finalità; inoltre, 
finalità del trattamento e destinatari (o categoria di destinatari) dei dati, 
devono essere trasmessi a titolo informativo all’interessato ai sensi degli 
artt. 10 e 11. 
Il trattamento di dati personali può essere effettuato, di regola, solo 
quando l’interessato abbia manifestato il proprio consenso “libero, 
specifico ed informato” in modo inequivocabile30. 
In capo all’interessato, infine, vige il diritto di opporsi (diritto che 
deve essere comunicato in modo esplicito), gratuitamente, al trattamento 
dei dati per scopi relativi all’invio di materiale pubblicitario e di essere 
informato, prima che i dati siano per la prima comunicati a terzi o 
utilizzati per conto di terzi, al fine di invio di materiale pubblicitario. 
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 GIARDINI F., La protezione contro lo spamming: un’analisi comparata tra 
l’approccio europeo e quello statunitense, cit., p. 18. 
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 Art. 7, Direttiva 95/46/CE. 
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 concerne il trattamento dei dati personali 
e la tutela della vita privata nel settore delle telecomunicazioni.  
Tale Direttiva, pur non menzionando espressamente né Internet né 
la posta elettronica, è stata comunque considerata applicabile a tali mezzi 
di comunicazione
32
 e ciò mediante l’art. 2 della norma stessa che 
fornisce la definizione di “rete pubblica di telecomunicazione”33 in cui 
viene fatto rientrare Internet.  
Oggi il provvedimento è stato abrogato e sostituito dalla più 
recente Direttiva 2002/58/CE sul trattamento dei dati personali e la tutela 
della vita privata nel settore delle comunicazioni elettroniche. 
Risulta comunque utile menzionare le disposizioni più rilevanti in 
tema di spamming contenute nell’art. 12 di tale Direttiva 97/66/CE: 
- in base al primo comma, l’uso di sistemi automatizzati di 
chiamata senza l’intervento di un operatore (generalmente l’invio di e-
mail si considera non rientrare in tale concetto) o del fax per l’invio di 
materiale pubblicitario era consentito soltanto nei confronti degli 
abbonati che avessero dato preventivamente il loro consenso; 
- per le chiamate indesiderate a scopo di invio di materiale 
pubblicitario con mezzi diversi da quelli di cui al prima comma, il 
secondo comma lasciava agli Stati Membri la scelta fra sistema OPT-IN, 
basato sul consenso preventivo del destinatario, e sistema OPT-OUT, 
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 Emanata il 15 dicembre 1997 e pubblicata in G.U.C.E.I.,  024 del 30 gennaio 1998, 
p. 1. 
32
 LEVI A. e ZANICHELLI F., L’utilizzo delle e-mail a fini pubblicitari: dallo spamming al 
permission marketing, in Rivista di diritto industriale, 2001, p. 209. 
33
 “I sistemi di trasmissione e, se del caso, le attrezzature di commutazione e altre 
risorse che permettano la trasmissione di segnali tra determinati punti terminali tramite fili, 
radio, mezzi ottici o altri mezzi elettromagnetici, utilizzati in tutto, o in parte, per la fornitura 
di servizi di telecomunicazione offerti al pubblico”. 
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che prevede invece la possibilità per il soggetto di opporsi ad ulteriori 
invii futuri; 
- il terzo comma, infine, prevedeva che le disposizioni dei 
commi precedenti si applicassero alle persone fisiche, mentre per gli altri 
soggetti era sancito solo un generico obbligo per gli Stati Membri di 
predisporre un’adeguata tutela rispetto alle chiamate indesiderate.34 
Nello stesso anno della Direttiva 97/66/CE si è avuta anche la 
Direttiva n. 97/7/CE
35




Sempre per quanto concerne l’analisi in corso è utile ricordare 
l’art. 10 di quest’ultima Direttiva il quale ha previsto: 
- al primo comma, che per l’utilizzo di sistemi automatizzati 
di chiamata senza intervento di un operatore o del fax si dovesse 
richiedere il consenso preventivo del consumatore; 
- al secondo comma, che per l’impiego di tecniche di 
comunicazione a distanza diverse da quelle di cui al primo comma, che 
consentano una comunicazione individuale, come ad esempio proprio la 




Tale Direttiva introduce quindi l’obbligo di informativa al 
consumatore scritta o su supporto duraturo e va a proteggere il 
consumatore da metodi aggressivi di vendita con riguardo alla privacy e 
sancisce, per quanto riguarda la comunicazione tramite posta elettronica, 
l’utilizzo del sistema OPT-OUT non lasciando in mano agli Stati 
Membri, quindi, la possibilità di scelta tra il sistema OPT-IN ed il 
sistema OPT-OUT come faceva invece la Direttiva 97/66/CE. 
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 STAZI A., La pubblicità commerciale on line, cit, p. 114 ss. 
35
 Emanata il 20 maggio 1997 e pubblicata in G.U.C.E.I.,  144 del 4 giugno 1997, p. 19. 
36
 VALERIANI A., La Direttiva 97/7/CE in materia di vendite a distanza e la pubblicità 
via Internet, in Rivista Dir. inf., 1999, p. 189. 
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2.3 La Direttiva sul commercio elettronico 
 
Si giunge quindi alla Direttiva n. 2000/31/CE dell’8 giugno 2000 
sul commercio elettronico. 
La Direttiva 2000/31 è uno dei punti portanti del piano d'azione 
della Commissione Europea che ha lanciato, nel dicembre 1999, 
l'iniziativa “eEurope” con lo scopo di “mettere l'Europa in rete”, 
riconoscendo l’urgente necessità per l’Europa stessa di sfruttare 
rapidamente le possibilità offerte da Internet e creando regole uniformi 
per il commercio elettronico.
38
 
La norma, applicabile ai rapporti commerciali intercorrenti tra 
professionisti e consumatori, si propone espressamente di assicurare un 
alto livello di protezione ai consumatori lasciando impregiudicato il 




Al considerando 30 viene subito sottolineato come l’invio tramite 
posta elettronica di comunicazioni commerciali non desiderate, minando 
al buon funzionamento delle reti interattive, sia inopportuno sia per i 
consumatori sia per i fornitori di servizi. 
La Direttiva non disciplina la questione del consenso dei 
destinatari di alcune forme di comunicazione commerciale non 
sollecitata, questione che resta in capo alle Direttive 97/7/CE e 
97/66/CE. 
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 LEOCANI P., La Direttiva UE sul commercio elettronico: cenni introduttivi, in Rivista 
Europa e diritto privato, 2000, p. 630 ss. 
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 SODDU F., Le comunicazioni commerciali telematiche, in Rivista Diritto 
dell’informatica, (a cura) FINOCCHIARO G., DELFINI G., Milanofiori Assago, 2014, p. 469. 
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Sempre al considerando 30, inoltre, viene specificato come le 
comunicazioni commerciali non sollecitate debbano essere chiaramente 
identificabili al fine di promuovere la trasparenza e di agevolare il 
funzionamento di iniziative, quali ad esempio quella di filtraggio, messe 
in atto dalle imprese del settore. 
La sezione 2 costituisce la parte dedicata alle comunicazioni 
commerciali e stabilisce le informazioni da fornire ribadendo 
l’importanza della “chiara identificabilità” della comunicazione 
commerciale. Riferendosi poi in particolare alle comunicazioni 
commerciali non sollecitate, stabilisce all’art.7, comma secondo, che 
“fatte salve la Direttiva 97/7/CE e la Direttiva 97/66/CE, gli Stati 
membri adottano i provvedimenti necessari per far sì che i prestatori che 
inviano per posta elettronica comunicazioni commerciali non sollecitate 
consultino regolarmente e rispettino i registri negativi in cui possono 
iscriversi le persone fisiche che non desiderano ricevere tali 
comunicazioni commerciali
40”. 
La Direttiva, in merito alla questione delle comunicazioni 
commerciali non sollecitate, rimanda dunque ai provvedimenti 
comunitari già emanati in materia di protezione dei consumatori nei 
contratti a distanza, con la Direttiva 97/7/CE, e di tutela della privacy 
nelle telecomunicazioni, con la Direttiva 97/66/CE. Si limita quindi, in 
primo luogo, a porre un obbligo di identificazione chiara ed 
inequivocabile fin dal momento della ricezione della e-mail da parte del 
destinatario attraverso una dicitura particolare da inserirsi nell’ “oggetto” 
del messaggio per consentire di cestinare il medesimo senza doverlo 
leggere e, in secondo luogo, a porre un obbligo in capo ai mittenti di 
consultare e rispettare i registri negativi in cui sono iscritte le persone 
fisiche che non vogliono ricevere tali comunicazioni. 
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 Vedi http://www.interlex.it. 
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A prima impressione pare che la Direttiva, tramite l’adozione dei 
registri negativi, abbia optato per il sistema OPT-OUT, ma, facendo 
salva l’integrale applicazione delle Direttive sopraccitate, sembra che la 
scelta di tale sistema rappresenti più la previsione di un livello minimo di 
protezione senza però impedire ai singoli Stati Membri l’adozione del 
più rigoroso sistema OPT-IN, prevedendo quindi un consenso 
preventivo, da parte degli interessati, alla ricezione di messaggi di posta 
elettronica contenenti comunicazioni commerciali. 
 
2.4 Il “Gruppo di lavoro per la tutela delle persone con 
riguardo al trattamento dei dati personali”. 
 
Il “Gruppo di lavoro per la tutela delle persone con riguardo al 
trattamento dei dati personali” è un organo europeo indipendente, 
istituito ai sensi e per gli effetti dell’art. 29 della Direttiva 95/46/CE del 
Parlamento Europeo e del Consiglio del 24 ottobre 1995 (non a caso è 
stato soprannominato “Gruppo di lavoro Articolo 29”), con funzioni 
consultive in materia di tutela dei dati personali e della vita privata. 
Prerogative e funzioni del Gruppo sono stabilite rispettivamente dall’art. 
30 della Direttiva 95/46/CE e dall’art. 15 della Direttiva 2002/58/CE41 
(che verrà esaminata nei prossimi paragrafi). 
L’organo in questione ha avuto modo di occuparsi a più riprese del 
problema connesso alle comunicazioni indesiderate, inviate tramite posta 
elettronica. 
In particolare, ha emesso i seguenti provvedimenti: 
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 GIARDINI F., La protezione contro lo spamming: un’analisi comparata tra 
l’approccio europeo e quello statunitense, cit., p. 28. 
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- il Documento di lavoro intitolato “Trattamento dei dati 
personali su Internet” del 1999, dove si afferma il principio 
dell’applicabilità ad Internet delle norme generali in materia di privacy; 
- il Parere 1/2000 che ribadisce l’applicabilità ad Internet ed 
in particolare all’attività di spamming, della Direttiva 95/46/CE e della 
Direttiva 97/66/CE, evidenziando la libertà di scelta prevista dalla 
Direttiva 97/66/CE tra il sistema OPT-IN ed il sistema OPT-OUT; 
- la Raccomandazione 2/2001 su determinati requisiti minimi 
per la raccolta di dati personali on-line nell’Unione Europea; 
- il Parere 7/2000 che sottolinea la “nocività” dello 
spamming, da un lato negli interessi dei navigatori che si trovano 
costretti a sostenere costi e a ricevere messaggi di posta non richiesti e 
dall’altro negli interessi dei fornitori di servizi Internet (ISPs) i quali si 
trovano a dover mettere a disposizione le proprie infrastrutture per 
l’invio di un massiccio numero di messaggi. Tale parere si conclude 
esprimendo favore nei confronti dell’adozione di sistemi di tipo OPT-IN; 
- il documento di lavoro “Privacy on the Internet. An 
integrated EU approach to on-line data protection”, dove il Gruppo, 
ribadita l’applicabilità al fenomeno dello spamming delle Direttive 95/46 
e 97/66 in tema di privacy, evidenzia gli adempimenti imposti da 
suddette normative, facendo una distinzione delle diverse modalità di 
reperimento degli indirizzi di posta elettronica dei destinatari e 
stabilendo che: 
a) “in caso di raccolta dell’indirizzo direttamente dal titolare di esso 
ed allo scopo di invio di materiale pubblicitario, si deve informare 
la persona ai sensi dell’art. 10 della Direttiva n. 95/46 fino dal 
momento della raccolta dell’indirizzo. Occorre inoltre che il 
soggetto, al momento della raccolta ed in ogni momento successivo, 
possa almeno disporre del diritto di opporsi (in maniera semplice e 
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per via elettronica) all’utilizzo del proprio indirizzo (art. 14 lett. b), 
della Direttiva n. 95/46)”42; 
b) “nel caso, invece, di raccolta dell’indirizzo su uno spazio pubblico 
di Internet, il suo utilizzo a fini di invio di materiale pubblicitario 
viene senz’altro considerato contrario al diritto comunitario in 
vigore: in particolare di tratterebbe di un trattamento non leale (art. 
6, comma 1 lett. a) della Direttiva n. 95/46) contrario al principio di 
finalità (art. 6, comma 1, lett. b), Direttiva n. 95/46) e non 
rispondente all’equo contemperamento degli interessi in gioco (art. 
7, lett. f), Direttiva n. 95/46)”43. 
Sicuramente i provvedimenti più rilevanti in tema di spam sono 
quelli riguardanti il Parere 5/2004 sulle comunicazioni indesiderate ai 
fini di commercializzazione indiretta e il successivo parere 2/2006 
relativo agli aspetti di tutela della vita privata inerenti ai servizi di 
screening
44
 dei messaggi di posta elettronica. 
Nel Parere 5/2004 il Gruppo si concentra sulle nozioni di: posta 
elettronica, preventivo consenso da parte degli abbonati all’invio di 
comunicazioni e regime per quelle comunicazioni che siano dirette alle 
persone fisiche. Nel Parere 2/2006 viene delimitata per la prima volta in 
un ambito europeo la tematica relativa all’attività di screening dei 
messaggi di posta elettronica che quotidianamente i provider effettuano 
per filtrare le comunicazioni in rete o per proteggere gli utenti dalla 
massiccia ricezione di comunicazioni elettroniche non desiderate. 
Entrambi i provvedimenti sono strettamente correlati alla Direttiva 
2002/58/CE. 
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 STAZI A., La pubblicità commerciale on line, cit., p. 119. 
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 STAZI A., La pubblicità commerciale on line, cit., p. 119 ss. 
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 Attività di protezione contro eventuali minacce provenienti, ad esempio, da 
allegati di e-mail. 
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2.5 Comunicazioni elettroniche: la disciplina di 
attuazione della Direttiva 2002/58/CE 
 
La Direttiva in questione è di fondamentale importanza poiché ha 
regolamentato espressamente il fenomeno dello spamming abrogando la 
Direttiva 97/66/CE e sostituendosi ad essa. 
La principale novità rispetto alla Direttiva 97/66 consiste 




La Direttiva 97/66/CE è considerata l’atto predecessore della 
stessa Direttiva 2002/58/CE dove quest’ultima, al passo con il progresso 
tecnologico, applica evolvendoli molti dei principi di protezione dei dati 
personali già previsti nella Direttiva 97/66/CE applicandoli in modo 
specifico all’ambito delle comunicazioni elettroniche. 
La Direttiva in questione ci fornisce un’ampia definizione di 
“posta elettronica” ricomprendendo in essa qualunque tipologia di 
messaggio che risulti essere spedito mediante comunicazione elettronica, 




L’art. 2, lett. h), recita: "posta elettronica": messaggi contenenti 
testi, voci, suoni o immagini trasmessi attraverso una rete pubblica di 
comunicazione, che possono essere archiviati in rete o 
nell'apparecchiatura terminale ricevente fino a che il ricevente non ne 
ha preso conoscenza”47. 
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 STAZI A., La pubblicità commerciale on line, cit., p. 120. 
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 VIGLIAR S., Privacy e comunicazioni elettroniche: la Direttiva 2002/58/CE, in Dir. 
Informatica, fasc. 2, 2003, p. 401. 
47
 Vedi http://www.garanteprivacy.it. 
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Altro punto focale della presente Direttiva è la questione 
riguardante il “consenso preventivo” da parte dell’abbonato. 
All’art. 1348 sono evidenziati i mezzi utilizzati a fini di 
commercializzazione diretta che richiedono l’obbligo di consenso 
preventivo dell’abbonato alla ricezione delle comunicazioni stesse. 
Viene inoltre consentito, da parte di una persona fisica o giuridica,  
l’utilizzo delle coordinate elettroniche, precedentemente ottenute nel 
contesto della vendita di un prodotto o di un servizio, al fine di 
commercializzare altri prodotti o servizi che risultino analoghi ai 
precedenti stabilendo, tra l’altro, la possibilità al cliente di opporsi a tale 
uso. 
Viene vietata, infine, la prassi secondo cui l’invio di messaggi di 
posta elettronica a fini di commercializzazione diretta avvenga 
camuffando o celando l’identità del mittente. 
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 “1. L'uso di sistemi automatizzati di chiamata senza intervento di un operatore 
(dispositivi automatici di chiamata), del telefax o della posta elettronica a fini di 
commercializzazione diretta è consentito soltanto nei confronti degli abbonati che abbiano 
espresso preliminarmente il loro consenso. 
2. Fatto salvo il paragrafo 1, allorché una persona fisica o giuridica ottiene dai suoi 
clienti le coordinate elettroniche per la posta elettronica nel contesto della vendita di un 
prodotto o servizio ai sensi della direttiva 95/46/CE, la medesima persona fisica o giuridica 
può utilizzare tali coordinate elettroniche a scopi di commercializzazione diretta di propri 
analoghi prodotti o servizi, a condizione che ai clienti sia offerta in modo chiaro e distinto al 
momento della raccolta delle coordinate elettroniche e ad ogni messaggio la possibilità di 
opporsi, gratuitamente e in maniera agevole, all'uso di tali coordinate elettroniche qualora il 
cliente non abbia rifiutato inizialmente tale uso. 
3. Gli Stati membri adottano le misure appropriate per garantire che, gratuitamente, 
le comunicazioni indesiderate a scopo di commercializzazione diretta, in casi diversi da quelli 
di cui ai paragrafi 1 e 2, non siano permesse se manca il consenso degli abbonati interessati 
oppure se gli abbonati esprimono il desiderio di non ricevere questo tipo di chiamate; la scelta 
tra queste due possibilità è effettuata dalla normativa nazionale. 
4. In ogni caso, è vietata la prassi di inviare messaggi di posta elettronica a scopi di 
commercializzazione diretta camuffando o celando l'identità del mittente da parte del quale la 
comunicazione è effettuata, o senza fornire un indirizzo valido cui il destinatario possa inviare 
una richiesta di cessazione di tali comunicazioni. 
5. Le disposizioni di cui ai paragrafi 1 e 3 si applicano agli abbonati che siano persone 
fisiche. Gli Stati membri garantiscono inoltre, nel quadro del diritto comunitario e della 
normativa nazionale applicabile, un'adeguata tutela degli interessi legittimi degli abbonati 
che non siano persone fisiche relativamente alle comunicazioni indesiderate”. 
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Al tema appena affrontato dei requisiti previsti dalla Direttiva in 
esame in materia di consenso al ricevimento di messaggi  di posta 
elettronica, devono essere affiancati i requisiti in materia di raccolta dei 
dati personali previsti dalla Direttiva 95/46/CE: essi implicano il fatto di 
informare il destinatario, al momento stesso della raccolta, dell’identità 
dell’autorità di controllo dei dati o del suo rappresentante, sulla specifica 
finalità di tale raccolta, sul carattere facoltativo della risposta alla 
sollecitazione diretta a fornire tali dati e, comunque, sulle conseguenze 
della mancata risposta ad opera dell’interessato, sul diritto di accesso ai 
dati e su quello di rettifica degli stessi da parte del titolare. 
Viene stabilito, inoltre, che in ognuno dei messaggi inviati deve 
essere presente la possibilità di esercizio dell’esclusione dal successivo 
invio, da effettuarsi dal destinatario, con le modalità medesime con cui il 
messaggio ha avuto luogo. 
Per quanto concerne invece l’invio di messaggi di posta elettronica 
alle persone giuridiche, la Direttiva in esame stabilisce che gli Stati 
Membri rimangono liberi di configurare le modalità attraverso cui 
prestare una specifica protezione a tali soggetti di diritto. 
Un’altra questione da affrontare è quella riguardante la valutazione 
della compatibilità dell’attività di scansione dei messaggi di posta 
elettronica effettuata con diversi fini, tra cui quello di protezione 
dall’attività di spamming. 
Nella Direttiva in questione prendiamo quindi in considerazione 
l’art.4, il quale, al comma 1, recita: “Il fornitore di un servizio di 
comunicazione elettronica accessibile al pubblico deve prendere 
appropriate misure tecniche e organizzative per salvaguardare la 
sicurezza dei suoi servizi, se necessario congiuntamente con il fornitore 
della rete pubblica di comunicazione per quanto riguarda la sicurezza 
della rete. Tenuto conto delle attuali conoscenze in materia e dei loro 
31 
 
costi di realizzazione, dette misure assicurano un livello di sicurezza 
adeguato al rischio esistente
49”. 
 
2.6 Rafforzamento della protezione contro lo 
spamming: la Direttiva 2009/136/CE 
 
Il quadro normativo europeo in materia di telecomunicazioni è 
periodicamente sottoposto all’esame della Commissione Europea  con lo 
scopo di determinarne l’adeguatezza  al passo col progresso tecnologico 
e con l’evoluzione subita dai mercati. 
Il provvedimento in esame interviene nella modifica dell’ambito di 
protezione contro l’attività di spamming. 
La Direttiva 2009/136/CE modifica la Direttiva 2002/22/CE 
relativa al servizio universale e ai diritti degli utenti in materia di reti e 
servizi di comunicazione elettronica (c.d. Direttiva “servizio 
universale”), la Direttiva 2002/58/CE (c.d. Direttiva in materia di tutela 
della vita privata nel settore delle comunicazioni elettroniche) e, infine, il 
Regolamento CE n. 2006/2004 sulla cooperazione tra le autorità 




Ciò che più interessa nell’analisi in corso è la modifica della 
Direttiva 2002/58/CE ove si interviene al fine di rafforzare la tutela della 
sicurezza nei servizi di comunicazione elettronica, in modo da assicurare 
che i dati personali presenti in rete siano esclusivamente accessibili alle 
persone autorizzate e per i soli scopi previsti dalla legge. 
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La Direttiva quindi, da una parte, ha lo scopo di rafforzare il ruolo 
delle autorità nazionali competenti in materia di protezione dei dati e 
legittimate a condurre verifiche sulle misure adottate dai fornitori di 
servizi di comunicazione elettronica in tema di sicurezza delle reti e dei 
dati e, dall’altra parte, stabilisce la necessità che gravino, in capo ai 
fornitori stessi di servizi di comunicazione elettronica, precisi obblighi 
sia riguardo gli strumenti di protezione da adottare per la tutela in rete 
dei dati personali, sia in termini di comunicazione delle violazioni alla 
sicurezza della rete verificabili malgrado gli strumenti di protezione 
adottati. 
Nella nuova Direttiva il legislatore europeo concepisce le 
comunicazioni indesiderate in termini di strumenti in grado di intervenire 
in modo consistente sulla sicurezza nella rete, di raggiungere l’utente di 
Internet per porre in essere attività diversificate in violazione della 
sicurezza dei dati personali. 
Ai soggetti fornitori dei servizi di posta elettronica e agli altri 
fornitori di servizi viene attribuita la legittimazione ad agire in giudizio 
contro gli spammer, una volta identificata la loro identità, in difesa degli 
interessi dei loro clienti. 
Ancora, l’attività di commercializzazione diretta, effettuata 
attraverso l’uso di sistemi automatizzati di chiamata e di comunicazione 
senza intervento di un operatore, tramite telefax o tramite posta 
elettronica è consentita soltanto nei confronti degli abbonati o degli 
utenti che abbiano preventivamente espresso il loro consenso. 
Si assiste dunque ad un’estensione della tutela all’utente in sé e 
per sé considerato, quando invece, in precedenza, tale tutela era 
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Restano ferme le disposizioni della Direttiva 2002/58/CE 
riguardanti le modalità di raccolta del consenso. 
Il principio generale dell’OPT-IN per l’invio di messaggi di posta 
elettronica a scopo pubblicitario mantiene la deroga del c.d. soft spam 
anche nel nuovo testo. 
Resta in ogni caso vietata l’attività di spedizione di messaggi di 
posta elettronica a fini di commercializzazione diretta nascondendo o 
modificando l’identità del mittente del messaggio. 
Il nuovo testo, inoltre, ribadisce il divieto di porre in essere attività 
di spedizione di messaggi di posta elettronica in contrasto con quanto 
previsto dall’art. 6 della Direttiva 2000/31/CE sul commercio elettronico 
in materia di requisiti minimi che le comunicazioni commerciali devono 
presentare. 
Nel nuovo testo, la tutela predisposta per il destinatario di e-mail 
commerciali non sollecitate continua ad applicarsi alle sole persone 
fisiche, mentre la tutela degli interessi legittimi contro le comunicazioni 
indesiderate ricevute tramite via elettronica dagli abbonati che non siano 
persone fisiche rimane affidata alle iniziative dei singoli Stati Membri. 
Un altro punto toccato dalla Direttiva in esame riguarda il sistema 
delle sanzioni contro le spam, sistema che viene ampiamente rivisitato 
dal legislatore attraverso le modifiche apportate alla Direttiva 
2002/58/CE: viene introdotta una nuova disposizione all’art. 15-bis 
secondo cui spetta agli Stati Membri la decisione sulla tipologia di 
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sanzioni, anche di tipo penale, da comminare in caso di violazione delle 
normative nazionali di recepimento della nuova Direttiva
52
. 
I legislatori nazionali, in sede di attuazione del provvedimento, 
sono tenuti ad approvare sanzioni che rispettino i principi di effettività, 
proporzionalità e dissuasività. 
Fatti salvi i ricorsi amministrativi eventualmente esperibili in base 
all’attuazione del nuovo art. 15-bis, gli Stati Membri sono tenuti a 
garantire che ogni soggetto di diritto che abbia subito effetti 
pregiudizievoli dalla violazione delle norme nazionali di recepimento 
della Direttiva possa agire in via giudiziaria per far valere le 
conseguenze di tali violazioni. 
E’ stabilito, inoltre, che le normative nazionali di recepimento 
della tutela europea contro le attività di spamming contemplino forme di 
responsabilità dei fornitori di servizi di comunicazione elettronica che, a 
causa di loro negligenza, abbiano contribuito alle violazioni in esame. 
Il legislatore comunitario, nella Direttiva in esame, non manca di 
evidenziare come il contrasto al fenomeno dello spamming possa 
raggiungere risultati effettivi solo tramite la cooperazione internazionale 
e la collaborazione tra le differenti autorità nazionali competenti. 
L’attività di spamming, ad oggi, non è più concepita come attività 
fine a se stessa, ma in un ambito più ampio che va dalla profilazione 
dell’utente, al phishing, alla sottrazione dei dati personali custoditi in 
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CAPITOLO TERZO: Profilo giuridico italiano 
 
Nell’ordinamento giuridico italiano la tutela contro l’attività di 
spamming risulta fin da subito strettamente correlata con la protezione 
giuridica della privacy dell’utente di Internet. Ciò è spiegato dal fatto che 
l’indirizzo di posta elettronica è concepito come un elemento che 
contiene dati di carattere personale in grado di identificare l’utente, dati 
che come tali devono essere trattati nel rispetto della normativa vigente 
in materia di protezione dei dati personali. 
In questo capitolo saranno analizzate le principali norme in tema 
di spamming con cui l’ordinamento italiano ha recepito le Direttive 
europee esaminate nel capitolo precedente. 
 
3.1 Dalla legge n. 675/1996 al D. Lgs. 196/2003 (art. 
130) 
 
La Direttiva 95/46/CE sulla tutela delle persone fisiche con 
riguardo al trattamento dei dati personali è stata recepita 
dall’ordinamento italiano con la Legge di attuazione n. 675 del 
31/12/1996 relativa alla tutela delle persone fisiche con riguardo al 
trattamento e alla libera circolazione dei dati personali. 
Tale legge di attuazione, prima di essere sostituita dal c.d. Codice 
della Privacy
54
, è stata integrata e modificata da numerose disposizioni 
tra cui le più interessanti per l’analisi in corso: 
- D. Lgs. n. 123/1997 il quale ha introdotto la possibilità di 
fornire il proprio consenso in forma orale; 
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- D. Lgs. 11 maggio 1999 in materia di trattamento dei dati 
personali da parte dei soggetti pubblici; 
- D.P.R. n. 501/1998 sul funzionamento dell’Ufficio del 
Garante, provvedimento che reca disposizioni in materia di vita privata 
nel settore delle telecomunicazioni; 
- Infine, nonché in attesa che fosse varato un vero e proprio 
Testo Unico della privacy, il D. Lgs. n. 467/2001 recante disposizioni 
correttive ed integrative della normativa in materia di protezione dei dati 
personali, adeguando la normativa nazionale  sulla tutela dei dati, sia agli 
sviluppi nel frattempo intervenuti in ambito tecnologico, sia a norme e 
prassi comunitarie elaborate e sviluppate in materia, dalle Istituzioni CE. 
La legge di attuazione si applicava al trattamento dei dati 
effettuato con o senza l’ausilio di mezzi elettronici, al trattamento 
effettuato in Italia di dati detenuti in Italia o in altro paese estero, alle 
banche dati pubbliche e private
55
. 
Per quanto riguarda le operazioni da effettuare al momento della 
raccolta dei dati personali, esse erano espletate nell’art. 10, mentre i 
diritti in capo all’interessato venivano individuati nell’art. 13. 
Il punto focale dell’intera disciplina era costituito dal consenso 
dell’interessato, da considerarsi valido esclusivamente se espresso 
liberamente, in forma specifica e documentato per iscritto. L’interessato 
stesso doveva aver ricevuto alcune informazioni specificate dalla legge 
circa il trattamento dei dati al fine di poter decidere se prestare o meno il 
proprio consenso. 
L’elemento del “consenso” lo ritroviamo nell’art. 12 (rubricato 
“casi di esclusione del consenso”) il quale contempla determinate ipotesi 
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in cui il trattamento dei dati personali possa avvenire senza necessità del 
consenso stesso. 
In particolare, è utile citare la lettera c) dello stesso articolo per cui 
il consenso non è richiesto quando il trattamento “riguarda dati 
provenienti da pubblici registri, elenchi, atti o documenti conoscibili da 
chiunque” e la lettera f) per cui il consenso non è richiesto quando il 
trattamento “riguarda dati relativi allo svolgimento di attività 
economiche raccolti anche ai fini indicati nell'articolo 13, comma 1, 
lettera e), nel rispetto della vigente normativa in materia di segreto 
aziendale e industriale” riferendosi quindi al trattamento di dati 
personali “previsto a fini di informazione commerciale o di invio di 
materiale pubblicitario o di vendita diretta ovvero per il compimento di 
ricerche di mercato o di comunicazione commerciale interattiva”. 
In merito alla deroga di cui alla lettera f), si sono costituiti due 
diversi orientamenti in dottrina. 
Per il primo orientamento la deroga si riferirebbe a trattamenti 
effettuati nell’ambito dello svolgimento di attività economiche in cui 
rientra anche l’invio di materiale pubblicitario, a trattamenti pertanto che 
non richiederebbero il consenso preventivo dell’interessato56. 
Per il secondo orientamento
57
, invece, la deroga si riferirebbe 
esclusivamente ai dati personali concernenti lo svolgimento di attività 
economiche quali, ad esempio, la ragione sociale e il numero di partita 
IVA: tale deroga, pertanto, opererebbe con riguardo ad un particolare 
tipo di dati e non riguardo ad un particolare tipo di trattamento, con la 
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Ancora, importante è l’art. 9 nelle lett. a) e b) del comma 1: 
“I dati personali oggetto di trattamento devono essere: 
a) trattati in modo lecito e secondo correttezza; 
b) raccolti e registrati per scopi determinati, espliciti e legittimi, 
ed utilizzati in altre operazioni del trattamento in termini non 
incompatibili con tali scopi.” 
Infine, l’art. 35, prevede sanzioni penali nel caso in cui il 
trattamento dei dati personali avvenga in violazione dell’art. 1159.  
La legge in questione si è caratterizzata, rispetto al testo 
comunitario, sia per l’essere applicabile non solo alle persone fisiche ma 
anche a quelle giuridiche, sia per l’accentuata centralità del consenso 
dell’interessato, consenso ritenuto unico criterio generale di legittimità 
del trattamento dei dati personali. 
Il Garante per la protezione della privacy, fornisce 
un’interpretazione rigorosa di tale centralità del consenso riguardo al 
trattamento dei dati personali a fini di invio di materiale pubblicitario. 
Egli esclude che, gli indirizzi di posta elettronica reperiti in rete, 
possano essere ricompresi tra quei dati provenienti da pubblici registri, 
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 Art. 11. Consenso:  
“1. Il trattamento di dati personali da parte di privati o di enti pubblici economici è 
ammesso solo con il consenso espresso dell'interessato. 
2. Il consenso può riguardare l'intero trattamento ovvero una o più operazioni dello 
stesso. 
3. Il consenso è validamente prestato solo se è espresso liberamente, in forma 





elenchi, atti o documenti conoscibili da chiunque e che in quanto tali non 
richiedono il consenso dell’interessato.60 
Il c.d. Codice della Privacy sostituisce la normativa italiana 
previgente in materia di trattamento dei dati personali costituita 
essenzialmente dalla legge n. 675/1996 e adegua l’ordinamento italiano 
ai principi contenuti nella Direttiva 2002/58/CE relativa al trattamento 
dei dati personali e alla tutela della vita privata nel settore delle 
comunicazioni elettroniche. 
Approvato in Italia con D. Lgs. n. 196/2003 ed entrato in vigore il 
1° gennaio dell’anno successivo, si è proposto di raccogliere in un Testo 
Unico le disposizioni in materia di tutela delle persone fisiche e di altri 
soggetti rispetto al trattamento dei dati personali, al fine di coordinare 
norme già vigenti nel paese, apportandovi le dovute variazioni. 
Riguardo ai limiti di applicabilità, si deve far riferimento all’art. 5 
del Codice che sottolinea la vigenza del “principio di stabilimento”. Ai 
commi 1 e 2 esso recita:  
“1. Il presente codice disciplina il trattamento di dati personali, 
anche detenuti all'estero, effettuato da chiunque è stabilito nel territorio 
dello Stato o in un luogo comunque soggetto alla sovranità dello Stato. 
2. Il presente codice si applica anche al trattamento di dati 
personali effettuato da chiunque è stabilito nel territorio di un Paese non 
appartenente all'Unione europea e impiega, per il trattamento, strumenti 
situati nel territorio dello Stato anche diversi da quelli elettronici, salvo 
che essi siano utilizzati solo ai fini di transito nel territorio dell'Unione 
europea. In caso di applicazione del presente codice, il titolare del 
trattamento designa un proprio rappresentante stabilito nel territorio 
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dello Stato ai fini dell'applicazione della disciplina sul trattamento dei 
dati personali
61”. 
Un punto importantissimo, ai fini di questa trattazione, lo si 
evidenzia all’art. 130 del Codice stesso: rubricato “Comunicazioni 
indesiderate”, esso fornisce uno specifico trattamento al fenomeno dello 
spamming. Questo evidenzia che, l’uso di sistemi automatizzati di 
chiamata senza l’intervento di un operatore per l’invio di materiale 
pubblicitario o di vendita diretta o per il compimento di ricerche di 
mercato o di comunicazione commerciale, è consentito con il consenso 
dell’interessato. Tale disposizione si applica anche a comunicazioni 
elettroniche effettuate, per le finalità indicate, mediante posta elettronica, 
telefax, Mms (Multimedia Messaging Service) o Sms (Short Message 
Service). 
Inoltre, se il titolare del trattamento utilizza a scopo di vendita 
diretta di propri prodotti o servizi l’indirizzo di posta elettronica fornito 
dall’interessato nel contesto della vendita di un prodotto o di un servizio, 
può non richiedere il consenso dell’interessato stesso, sempre che si tratti 
di servizi analoghi a quelli che sono stati oggetto della vendita e che 
l’interessato, adeguatamente informato, non ne rifiuti tale uso, sia 
inizialmente, sia in occasione di successive comunicazioni (c.d. soft 
spam). L’interessato è informato della possibilità di opporsi, in ogni 
momento, al trattamento, in maniera agevole e gratuita. 
Resta in ogni caso fermo il divieto di invio di materiale 
pubblicitario effettuato celando o camuffando l’identità del mittente o 
senza fornire un idoneo recapito presso cui l’interessato possa esercitare 
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i diritti di cui all’art. 7 del Codice62, il quale riprende la formulazione 
adottata dall’art. 12 della Direttiva 95/46/CE. 
Per quanto riguarda il profilo sanzionatorio, si deve evidenziare 
che, la violazione dell’art. 130 ad opera dello spammer, comporta 
innanzitutto le sanzioni di carattere amministrativo previste dall’art. 161 
del Codice, nell’ipotesi di omessa o incompleta informativa, consistenti 
nel pagamento di una somma di denaro compresa tra i 3.000 e i 18.000 
euro. 
Ancora, in base all’art. 165 del Codice, tale sanzione può 
concorrere con quella della pubblicazione del provvedimento in uno o 
più giornali indicati nel provvedimento stesso. 
“Salvo poi che il fatto costituisca più grave reato, ex art. 167, 1° 
comma, lo spammer che al fine di trarne profitto per sé o per altri o di 
recare un danno, proceda al trattamento di dati personali in violazione 
dell’art. 130, può essere condannato, se dal fatto deriva nocumento, con 
la reclusione da sei a diciotto mesi, o, se il fatto consiste nella 
comunicazione o diffusione, con la reclusione da sei a ventiquattro 
mesi
63”. 
Nel caso in cui, la violazione delle disposizioni in materia di 
comunicazioni commerciali non desiderate, risulti essere reiterata, il 
Garante può prescrivere agli ISPs  di adottare procedure di filtraggio 
ovvero qualsiasi altra misura che blocchi l’invio di messaggi di posta 
indesiderati. 
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Per quanto riguarda poi il risarcimento del danno, il danneggiato 
deve necessariamente rivolgersi al giudice ordinario, non essendo il 
Garante competente in materia. 
In particolare, l’autorità giudiziaria ordinaria, è competente sia per 
le cause che hanno ad oggetto i provvedimenti del Garante in materia di 
comunicazioni commerciali indesiderate, sia per le controversie in cui 
derivi un danno al destinatario delle spam in seguito alla violazione 
dell’art. 130 del Codice della Privacy. 
L’art. 15 del Codice, rubricato “Danni cagionati per effetto del 
trattamento”, applicabile al fenomeno dello spamming, prevede:  
“1. Chiunque cagiona danno ad altri per effetto del trattamento di 
dati personali è tenuto al risarcimento ai sensi dell'articolo 2050 del 
codice civile. 
2. Il danno non patrimoniale è risarcibile anche in caso di 
violazione dell'articolo 11 (“Modalità del trattamento e requisiti dei 
dati”).” 
L’aver ricondotto l’attività di spamming alla disciplina della 
responsabilità da attività pericolose, può essere interpretato secondo due 
chiavi di lettura: la prima, secondo la quale si qualifica il trattamento dei 
dati personali come lo svolgimento di un’attività pericolosa in sé e per 
sé; la seconda, da cui invece si può dedurre la volontà, da parte del 
legislatore italiano, di agevolare la fase probatoria a favore del soggetto 
leso ponendo a carico del danneggiante l’onere di provare di aver 
adottato tutte le misure idonee ad evitare il danno (c.d. “inversione 
dell’onere della prova”). 
Al secondo comma è poi prevista l’espressa risarcibilità del danno 
non patrimoniale. 
Fatto salvo quindi il risarcimento del danno patrimoniale da 
spamming, che può coincidere ad esempio con il costo della connessione 
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impiegato per cancellare le spam ed il tempo utilizzato per la loro 
eliminazione, il legislatore rende risarcibile anche la componente non 
patrimoniale del pregiudizio subìto
64
 che viene quantificata considerando 
da una parte la qualità del danneggiato, dall’altra la componente 
riguardante le conseguenze negative che dal danno scaturiscono sia sul 
piano psicologico sia sul piano sociale
65
. 
E’ importante evidenziare che non è sufficiente che il diritto leso 
sia meritevole di tutela, è necessario, al fine di ammettere il risarcimento 
per danni non patrimoniali, che sia superata una certa soglia di 
tollerabilità e che il pregiudizio originato non sia “futile”. 
Alla luce di tali considerazioni si può dunque giungere alla 
conclusione secondo cui (ad esempio), l’invio di un singolo messaggio 
non desiderato e di contenuto non offensivo, non possa cagionare il 
danno in esame al destinatario. 
E’ necessario però tenere di conto che ogni valutazione debba 





3.2 I D. Lgs. n. 171/1998 e n. 185/1999 
 
Il D. Lgs. del 13 maggio n. 171/1998
67
 attua la Direttiva 97/66/CE 
sulla privacy nelle telecomunicazioni.
68
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 La risarcibilità del danno non patrimoniale è soggetta alla tradizionale restrinzione 
derivante dalla riserva contenuta nell’art. 2059 del Codice Civile: Il danno non patrimoniale 
deve essere risarcito solo nei casi determinati dalla legge. 
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 GOBBATO M., La prova e il quantum nel risarcimento del danno non patrimoniale, 
(a cura di) CENDON P., Milanofiori Assago, 2008, p.396.  
66
 FIANDACA L., Il danno non patrimoniale, percorsi giurisprudenziali, Giuffrè, 2009, 
p. 166. 
67
 G.U., n. 127, 3 giugno 1998. 
68
 ATELLI M., Privacy e telecomunicazioni, Napoli, 1999, p. 222. 
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L’art. 10 di tale decreto prevede, al primo comma: “L'uso di un 
sistema automatizzato di chiamata senza intervento di un operatore o del 
telefax per scopi di invio di materiale pubblicitario o di vendita diretta, 
ovvero per il compimento di ricerche di mercato o di comunicazione 
commerciale interattiva, è consentito con il consenso espresso 
dell'abbonato
69”. 
Secondo l’art. 1, lett. a), del medesimo provvedimento, è definito 
“abbonato” qualunque persona fisica, giuridica, ente o associazione che 
sia parte di un contratto con un fornitore di servizi di telecomunicazione 
accessibili al pubblico, per la fornitura dei servizi stessi.
70
 
Tornando all’art. 10, il secondo comma recita: “Le chiamate per le 
finalità di cui al comma 1, effettuate con mezzi diversi da quelli ivi 




In quest’ultimo comma, tra i “mezzi diversi”, sembrerebbe 
ricompresa anche la posta elettronica. 
Il successivo art. 11 stabilisce l’applicazione delle sanzioni penali 
di cui all’art. 35 della L. n. 675/96. 
In conclusione l’attività di spamming è ricompresa nella 
previsione del 2° comma dell’art. 10 piuttosto che in quella del 1° 
comma, perciò la disciplina riguardante l’invio di messaggi di posta 
elettronica non sollecitati deve essere ricondotta agli artt. 11 e 12 della L. 
n. 675/96. 
Attuativo della Direttiva 97/7/CE sulla protezione dei consumatori 
nei contratti a distanza, altro provvedimento in rilievo per il tema 
affrontato, è il D. Lgs. 22 maggio n. 185/1999
72
. 
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 Vedi http://www.privacy.it. 
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 STAZI A., La pubblicità commerciale on line, cit., p. 126. 
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 Vedi http://www.privacy.it. 
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 G.U., n. 143, del 21 giugno 1999. 
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Esso contiene una disposizione rubricata “Limiti all’impiego di 
talune tecniche di comunicazione a distanza” all’art. 10, che dispone, al 
comma 1: “L’impiego da parte di un fornitore del telefono, della posta 
elettronica, di sistemi automatizzati di chiamata senza l’intervento di un 
operatore o di fax, richiede il consenso preventivo del consumatore
73”. 
Nel decreto stesso è definito, ai sensi dell’art. 1, lett. b), 
“consumatore” la “persona fisica che, in relazione ai contratti a 
distanza, agisce per scopi non riferibili all’attività professionale 
eventualmente svolta”; viene definito, ai sensi dell’art. stesso, lett. c), 
“fornitore” la “persona fisica o giuridica che nei contratti a distanza 
agisce nel quadro della sua attività professionale”. 
Il citato art. 10 della norma in esame, a differenza dell’art. 10 del 
D. Lgs. n. 171/98
74
 contempla in maniera esplicita la posta elettronica, si 
applica in materia di contratti a distanza e riguarderà quelle 
comunicazioni commerciali soltanto in quanto siano configurabili come 
“proposte contrattuali”.75 
Infine, fatta salva l’applicazione della legge penale76 qualora il 
fatto costituisca reato
77, l’art. 12 stabilisce, in seguito alla violazione del 
suddetto art. 10, una sanzione amministrativa pecuniaria, raddoppiabile 
sia nel minimo che nel massimo, nei casi di particolare gravità o di 
recidiva. 
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 STAZI A., La pubblicità commerciale on line, cit., p. 127. 
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 Art. 10 D. Lgs. 171/98: “1. L’uso di un sistema automatizzato di chiamata senza 
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 LEVI A. e ZANICHELLI F., L’utilizzo dell’e-mail a fini pubblicitari: dallo spamming al 
permission marketing, cit., p. 227. 
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 Facendo quindi riferimento all’art. 35 della L. n. 675/96 dove sia configurabile un 
“trattamento illecito dei dati personali.” 
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 DE GRAZIA L.M., Spamming: definizioni ed aspetti legali, in Rivista giuridica online 
Diritto&diritti, p. 4. 
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3.3 Il D. Lgs. n. 70/2003 
 
Con il suo “consueto ritardo”, l’Italia, ha dato attuazione alla 
Direttiva 2000/31/CE in materia di e-commerce. 
Il D. Lgs. n. 70/2003
78
 è diretto a promuovere la libera 
circolazione dei servizi della società dell’informazione. Tali servizi, altro 
non sono che tutta una serie di attività economiche svolte on-line, tra le 
quali, occupa un ruolo di primo piano il commercio elettronico. 
Tale provvedimento recepisce l’art. 7 della Direttiva 2000/31/CE, 
riguardante le comunicazioni commerciali non sollecitate, al suo art. 9, 
apportandovi rilevanti modifiche. 
L’art. 9 del decreto recita:  
“1. Fatti salvi gli obblighi previsti dal decreto legislativo 22 
maggio 1999, n. 185 e dal decreto legislativo 13 maggio 1998, n. 171, le 
comunicazioni commerciali non sollecitate trasmesse da un prestatore 
per posta elettronica devono, in modo chiaro e inequivocabile, essere 
identificate come tali fin dal momento in cui il destinatario le riceve e 
contenere l'indicazione che il destinatario del messaggio può opporsi al 
ricevimento in futuro di tali comunicazioni. 
2. La prova del carattere sollecitato delle comunicazioni 
commerciali spetta al prestatore.” 
Ponendo a confronto l’appena citato art. 9 con le disposizioni 
dell’art. 7 della Direttiva79, viene in rilievo innanzitutto l’assenza della 
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 Emanato il 9 aprile 2003. 
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 Per rendere ancor più immediato tale confronto ritengo utile citare l’art. 7 in nota: 
“1. Oltre agli altri obblighi posti dal diritto comunitario, gli Stati membri che permettono 
comunicazioni commerciali non sollecitate per posta elettronica provvedono affinché tali 
comunicazioni commerciali trasmesse da un prestatore stabilito nel loro territorio siano 
identificabili come tali, in modo chiaro e inequivocabile, fin dal momento in cui il destinatario 
le riceve. 
2. Fatte salve la direttive 97/ 7/CE e la direttiva 97/66/CE, gli Stati membri adottano i 
provvedimenti necessari per far sì che i prestatori che inviano per posta elettronica 
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previsione dei c.d. registri negativi in cui, secondo la Direttiva, 
avrebbero dovuto iscriversi quei soggetti che non desiderassero ricevere 
comunicazioni commerciali non sollecitate. 
Un primo schema del decreto aveva previsto l’istituzione di un 
“registro nazionale” presso gli uffici del Garante per la protezione dei 
dati personali: in tale registro avrebbero potuto iscriversi tutti quei 
soggetti che non si fossero dichiarati contrari a ricevere comunicazioni 
commerciali. 
Il Garante ha dato però parere sfavorevole all’istituzione di questo 
registro.
80
 La presa di posizione è contenuta nel parere
81
 che l’Autorità 
Garante ha reso al Dipartimento per le politiche comunitarie della 
Presidenza del Consiglio dei ministri in fase di predisposizione del 
decreto legislativo in esame. 
Tra i motivi di tale sfavore risalta sicuramente quello dovuto al 
fatto che, in Italia, era stata introdotta la regola per cui le comunicazioni 
commerciali on line richiedessero, da parte del destinatario, il consenso 
preventivo al loro invio (sistema OPT-IN). 
Dunque, l’art. 9 del decreto in esame, prevede da una parte, 
l’obbligo di identificazione chiara ed inequivocabile delle comunicazioni 
commerciali non sollecitate trasmesse mediante posta elettronica 
(riproducendo quindi l’art. 7 della Direttiva), dall’altra, che la 
comunicazione non sollecitata debba contenere l’indicazione che il 
destinatario del messaggio può opporsi al ricevimento futuro di tali 
comunicazioni e che la prova del carattere non sollecitato delle 
comunicazioni sia onere del prestatore del servizio. 
                                                                                                                                                         
comunicazioni commerciali non sollecitate consultino regolarmente e rispettino i registri 
negativi in cui possono iscriversi le persone fisiche che non desiderano ricevere tali 
comunicazioni commerciali.” 
80
 BRIGANTI G., L’attuazione della direttiva sul commercio elettronico, consultabile al 
sito web http://www.iusreporter.it. 
81
 Garante per la protezione dei dati personali, Newsletter, in Notiziario settimanale, 
anno IV, n. 147, 2002, p.1, reperibile sul sito www.interlex.it. 
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Tutto ciò facendo salvi gli obblighi previsti rispettivamente dal D. 
Lgs. n. 171/85 e dal D. Lgs. n. 185/99 sulla richiesta, per l’invio di 
comunicazioni non sollecitate mediante posta elettronica, del consenso 
dell’interessato. 
 
3.4 Il Codice del Consumo 
 
La protezione giuridica contro lo spamming è apprestata, quindi, 
dal quadro di leggi e decreti fin qui esaminati, a cui si affianca la 
normativa in materia di commercio elettronico
82
 e, proprio a 
quest’ultima, si è recentemente aggiunta, interagendo con essa, anche la 
protezione dettata dal c.d. Codice del Consumo. 
Approvato con D. Lgs. n. 206 del 6 settembre 2005, giunge ad 
armonizzare e riordinare le preesistenti normative aventi a oggetto i 
processi di acquisto e di consumo, col preciso scopo di assicurare un 
elevato livello di tutela dei consumatori e degli utenti.
83
 
Il rapporto tra il Codice del Consumo e la normativa in materia di 
commercio elettronico, costituita dal D. Lgs. n. 70/2003, è disciplinato 
dall’art. 68 del Codice stesso il quale stabilisce che alle offerte di servizi 
della società dell’informazione che siano effettuate ai consumatori 
tramite via elettronica, per gli aspetti che non sono disciplinati dal 
Codice medesimo, si applicano le disposizioni contenute nel D. Lgs. n. 
70/2003, attuativo della Direttiva 2000/31/CE del Parlamento Europeo e 
del Consiglio, relativa ad alcuni aspetti giuridici dei servizi della società 
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 Per sua stessa previsione, essa non si applica agli aspetti relativi alla protezione dei 
dati personali. 
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 Art. 1, rubricato “Finalità ed oggetto”, recita: “ Nel rispetto della Costituzione ed in 
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presente codice armonizza e riordina le normative concernenti i processi di acquisto e 
consumo, al fine di assicurare un elevato livello di tutela dei consumatori e degli utenti.” 
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dell’informazione, in particolare il commercio elettronico, nel mercato 
interno. 
Secondo tale norma, le relazioni che intercorrono tra un'impresa 
commerciale ed i suoi clienti per le attività di vendita e/o assistenza, 
soggiacciono a regole precise, caratterizzate dall’interazione tra le 
disposizioni del Codice del Consumo e quelle previste dal D. Lgs. n. 
70/2003 dove, in caso di contrasto, prevalgono le prime. 
La materia che costituisce l’ambito di confine tra la disciplina 
dello spamming e quella dell’e-commerce, è rappresentata dall’invio, 
tramite posta elettronica, di pubblicità al fine di concretizzare 
un’operazione di commercio elettronico, e proprio in questo ambito l’art. 
2 del Codice del Consumo attribuisce a favore del consumatore il diritto 
ad un’adeguata informazione e ad una corretta pubblicità. 
Nel Capo Secondo, Sezione I, del Codice medesimo, sono poi 
stabiliti i caratteri necessari del messaggio pubblicitario: in particolare, 
gli artt. 19 e seguenti prevedono una tutela contro la pubblicità 
ingannevole e le sue conseguenze sleali, dettando anche criteri di liceità 
della pubblicità comparativa, tutto questo non prima di aver sottolineato 
in modo esplicito che la pubblicità deve essere “palese, veritiera e 
corretta”. 
Prima della riforma apportata al Codice dal D. Lgs. n. 21 del 21 
febbraio 2014, attuativo della Direttiva 2011/83/CE sui diritti dei 
consumatori, l’art. 58, rubricato “Limiti all’impiego di talune tecniche di 
comunicazione a distanza”, recitava:  
“1. L’impiego da parte di un professionista del telefono, della 
posta elettronica, di sistemi automatizzati di chiamata senza l’intervento 
di un operatore o di fax richiede il consenso preventivo del consumatore. 
2. Tecniche di comunicazione a distanza diverse da quelle di cui 
al comma 1, qualora consentano una comunicazione individuale, 
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possono essere impiegate dal professionista se il consumatore non si 
dichiara esplicitamente contrario.” 
La norma in questione è stata abrogata dal d.lgs. n. 21/2014 sopra 
citato, anche se la tecnica del previo consenso del consumatore – 
sebbene esplicitamente prevista per le forniture di beni e servizi – 
pervade l’intero contesto normativo. 
 
3.5 Il problema dell’applicabilità dell’art. 660 Codice 
Penale allo spamming 
 
Il continuo invio di messaggi nella casella di posta elettronica di 
un soggetto risulta, senza dubbio, oggettivamente fastidioso e molesto 
per il soggetto stesso: ma tali tipi di molestie possono essere ricondotte 
alla fattispecie incriminatrice di cui all’art. 660 del Codice Penale? 
Il bene giuridico tutelato, nel caso specifico, è la “tranquillità 
personale”. 
È definita “molestia” un “comportamento idoneo a ledere il diritto 
del soggetto a disporre, in modo pacifico ed esclusivo, del proprio 
tempo, della propria persona, del proprio agire, e quindi in definitiva 
del proprio vivere, senza dover subire interferenze, non accettate, né 
gradite, che siano idonee ad alterare il normale processo di formazione 
della sua volontà
84”. 
Si tratta di un concetto amplissimo che è ristretto da due modalità 
che sono la “petulanza” ed il “biasimevole motivo” le quali 
caratterizzano la nozione di molestia ai fini della configurabilità dell’art. 
660 c.p.. 
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 CONTENTO G., Molestie o disturbo alle persone, in Enc. Giur., XX, Roma, 1990. 
51 
 
Ai fini della configurabilità del reato di molestia di cui all’art. 660 
c.p., è quindi necessario che la molestia sia accompagnata da “petulanza” 
o altro “biasimevole motivo”, dove s’intende, per “petulanza” ogni 
contegno intollerabile ed incivile, verso la persona molestata, tale da 
determinarla ad invocare aiuto, ed ogni modo di agire arrogante o 
vessatorio senza riguardo per la libertà o la quiete altrui; per 
“biasimevole motivo” si intende invece ogni altro motivo diverso dalla 
petulanza, qualunque movente che sia riprovevole in sé stesso o in 
relazione  alla qualità della persona molestata e che abbia praticamente 
su quest’ultima gli stessi effetti della petulanza. 
Inoltre, un altro elemento fondamentale perché si configuri il reato 
di molestia di cui all’art. 660 c.p., è “l’immediata interazione tra il 
mittente e il destinatario”, con un’intrusione diretta del primo nella sfera 
delle attività del secondo che non può sottrarsi a voci e suoni a lui 
imposti dal mittente. 
Ciò premesso si determina che, la trasmissione di posta elettronica 
su un telefono attrezzato che, con modalità sincrona, consenta di 
segnalare l’arrivo di e-mail con un avvertimento acustico, può integrare 
il reato di cui all’art. 660 c.p.. 
Diversamente, non sussiste il reato nel caso di invio di e-mail 
realizzato tramite computer, giacché, in tal caso, la posta elettronica 
inviata può essere letta dal destinatario, non avvisato dell’arrivo, solo se 
e in quanto questi decida di aprirla, realizzandosi così una situazione del 
tutto simile alla ricezione della posta tramite mezzo tradizionale, cui il 
destinatario accede per sua volontà.
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Sul versante penalistico resta aperta la violazione della legge 
privacy come dimostra il caso Vitaminic. 
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La società “Buongiorno Vitaminic” e la società “Clever” avevano 
stipulato un contratto di concessione di spazi pubblicitari relativamente 
ad un sito internet al quale era collegato un servizio di newsletter con 
migliaia di iscrizioni. Creato dalla “Clever”, il sito era gestito attraverso i 
server della “Buongiorno Vitaminic”(importante operatore del settore in 
particolare per la diffusione ed il funzionamento dei siti), non 
disponendo, la prima, dell’hardware necessario. 
La “Buongiorno Vitamin”, d’improvviso, risolse unilateralmente il 
contratto escludendo la “Clever” dalla possibilità di accedere 
liberamente al proprio sito. 
Senza il consenso della “Clever” e senza aver informato le 
migliaia di iscritti alla newsletter della cessazione della stessa, la 
“Buongiorno Vitaminic” effettuò un trattamento dei dati personali degli 
iscritti stessi continuando a recapitare ulteriori newsletter non richieste 
che pubblicizzavano propri servizi. 
All’amministratore delegato e al responsabile del trattamento dei 
dati della “Buongiorno Vitaminic” fu contestata, originariamente, sia la 
violazione dell’art. 167 del D. Lgs. n. 196/2003 sia la fattispecie di cui 
all’art. 640 ter del Codice Penale, ritenendo però, il Tribunale, 
sussistente solo la prima fattispecie e assolvendo gli imputati per la 
seconda. 
La Corte d’appello riempie di contenuto la figura del nocumento 
di cui all’art. 167 del Codice della privacy, riconoscendovi anche il 
danno da spamming. 
Nel caso specifico quindi ad essere investita dal nocumento, oltre 
ai soggetti i cui dati personali sono stati illecitamente utilizzati per scopi 
pubblicitari dalla “Buongiorno Vitaminic”, è la stessa “Clever”, la quale 
può lamentarsi di un danno alla propria immagine e ciò è dimostrato  
dalle proteste ricevute dagli iscritti alla sua newsletter, i quali avevano 
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autorizzato unicamente la “Clever” al trattamento dei propri dati 
personali. 





3.6 Provvedimento del Garante 4 luglio 2013 
 
In passato, con il provvedimento generale del 29 maggio 2003, 
erano state dettate “regole per un corretto uso dei sistemi automatizzati e 
l'invio di comunicazioni elettroniche”. Quest’ultimo poneva le proprie 
basi sulla legge 31 dicembre n. 675/1996, normativa a suo tempo in 
vigore (con l’entrata in vigore del Codice si è assistito all’abrogazione ed 
alla sostituzione di tale legge). 
Il Codice stesso ha poi subìto varie modifiche nel corso degli anni. 
Nel presente provvedimento, il Garante, definisce delle linee 
guida, al fine di contrastare il fenomeno dello spamming, da adottare con 
le seguenti finalità: tenere conto del mutato quadro normativo 
attualmente vigente in materia, alla luce, sia dell’entrata in vigore del 
Codice e delle sue successive modifiche normative, sia del diritto 
comunitario; chiarire alcuni profili relativi alle diverse modalità di spam, 
in modo che gli operatori del settore possano meglio conformarsi alla 
disciplina sul trattamento dei dati personali; infine, inquadrare emergenti 
forme di spam col fine di limitare i rischi connessi alle novità 
tecnologiche. 
Mentre l’ambito oggettivo non rileva particolari cambiamenti, 
quello soggettivo risulta invece aver subìto modifiche nel corso degli 
anni. 
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In particolare, a seguito delle modifiche introdotte dal “Decreto 
Salva Italia”, le persone giuridiche sono state rimosse dalle definizioni di 
“interessato” e di “dato personale”, e pertanto non possono più avvalersi 
dei mezzi di tutela predisposti dal Codice Privacy per le persone fisiche. 
In seguito poi alla modifica suddetta, l’implementazione della 
Direttiva c.d. e-privacy, ha sostituito, nel Codice delle Comunicazioni 
Elettroniche, la definizione di “abbonato” con quella di “contraente”, 
riconducendo in tale ultima definizione anche le persone giuridiche; tale 
modifica ha consentito anche alle persone giuridiche e a enti non 
personificati la possibilità di esperire gli ordinari mezzi di tutela 
giuridica della privacy previsti dall’ordinamento, sia in sede civile che in 
sede penale. 
Il Garante precisa inoltre, in attuazione dei pareri resi dal c.d. 
Gruppo Art. 29 (che riunisce i Garanti di vari Stati in ambito Europeo), 
che, “qualora con riferimento alle attività promozionali compiute per 
mezzo della posta elettronica, dovesse risultare difficile distinguere se 
un destinatario possa essere considerato persona fisica o giuridica, 
dovrà aversi riguardo per il contenuto, la finalità ed il risultato della 
comunicazione ricevuta, per correttamente distinguere la natura del 
destinatario
87”. 
Oltre a considerare le modifiche apportate all’ambito soggettivo, il 
Garante conferma nel provvedimento in esame una serie di concetti 
fondamentali. 
L’Autorità ribadisce i principi di correttezza, finalità, 
proporzionalità e necessità del trattamento dati, evidenziando la necessità 
che gli ISPs adottino meccanismi di mutua autenticazione dei 
rispettivi server, per assicurare un alto livello di protezione antispam, 
implementando anche filtri specifici che permettano l’individuazione 





delle spam, senza violare la riservatezza dei destinatari delle 
comunicazioni via e-mail. 
Il Garante, nell’ambito dell’obbligo di un’informativa chiara e 
completa (ex art. 13 del Codice Privacy
88
), con speciale riguardo alle 
eventuali modalità automatizzate di trattamento, ex art. 130 dello stesso 
Codice, precisa la necessità di fornire l’informativa in questione, 
soprattutto per quel che riguarda le modalità eventualmente utilizzate per 
il trattamento dei dati, siano esse tradizionali o automatizzate e/o 
elettroniche. 
Per ciò che attiene ai trattamenti automatizzati, il Garante afferma 
che, l’informativa, comprensiva delle categorie di dati trattati, deve 
essere fornita al soggetto ricevente all’atto della registrazione dei dati o, 
qualora sia prevista la loro comunicazione, non oltre la prima 
comunicazione dei dati in questione. 
Ancora, l’Autorità, spiega che il trattamento automatizzato e/o 
informatizzato dei dati personali ai fini dell’invio di comunicazioni 
commerciali è consentito solo con il consenso preventivo del contraente 
o utente (c.d. sistema OPT-IN). Non è lecito richiedere il consenso con la 
medesima comunicazione commerciale, né avvisare della possibilità di 
opporsi al trattamento direttamente con la stessa. In assenza dello 
specifico consenso preventivo, per il Garante, non è possibile inviare 
comunicazioni promozionali a soggetti i cui dati personali siano tratti da 
registri pubblici, elenchi, siti web, atti o documenti conosciuti o 
conoscibili da chiunque (incluso l’indice nazionale degli indirizzi di 
Posta Elettronica Certificata delle imprese e dei professionisti). E’ invece 
ammesso contattare telefonicamente mediante operatore, per richiedere il 
consenso alla ricezione di comunicazioni promozionali, i numeri presenti 
                                                          
88





in elenchi telefonici che non siano iscritti nel “registro pubblico delle 
opposizioni”, e quelli presenti in elenchi pubblici vincolati per legge alla 
raccolta e registrazione per scopi determinati, espliciti e legittimi, ed 
utilizzati in altri trattamenti in termini compatibili con tali scopi. In 
coerenza con le previsioni descritte, il consenso preventivo al 
trattamento dei dati deve essere espresso anche per quei dati raccolti dal 
professionista nell’ambito di contratti a distanza. 
Sono poi definiti i requisiti specifici per la validità del consenso 
prestato: il Garante, sintetizzando le principali situazioni esaminate negli 
anni, ed espressamente riferendosi all’art. 23, terzo comma del Codice 
Privacy
89, specifica che il consenso al trattamento deve essere “libero, 
informato, specifico”, con riferimento a trattamenti chiaramente 
individuati nonché documentato per iscritto. 
Per quanto riguarda poi la prestazione del consenso in ambiente 
digitale, il Garante prevede espressa deroga all’acquisizione del 
consenso per iscritto, a condizione che esso risulti ugualmente espresso 
con modalità documentabili ed idonee a darne prova. L’Autorità 
consente, sul punto, l’acquisizione del consenso a mezzo di casella 
selezionata mediante apposito “flag90”. 
Nel provvedimento in questione è prevista un’eccezione per il c.d. 
“soft spam”, vale a dire per l’invio di posta elettronica promozionale ad 
alcune specifiche condizioni: il Garante, prendendo atto della prassi 
consolidata in materia, consente che il titolare del trattamento preveda la 
possibilità di utilizzare i dati acquisiti per la vendita di un prodotto o 
servizio per la sola promozione di propri prodotti o servizi, analoghi a 
                                                          
89
 Art. 23, comma 3: “Il consenso è validamente prestato solo se è espresso 
liberamente e specificamente in riferimento ad un trattamento chiaramente individuato, se è 
documentato per iscritto, e se sono state rese all'interessato le informazioni di cui all'articolo 
13.” 
90
 Corrisponde al segno di spunta. 
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quelli acquistati dall’utente, salva sempre la facoltà dell’utente in 
questione di opporsi a tale uso. 
Con riguardo alla titolarità delle attività di trattamento effettuate 
mediante agenti o altri terzi, il Garante, in conseguenza di una prassi 
esaminata negli ultimi anni  consistente nella de-localizzazione del 
trattamento dei dati presso agenti o soggetti terzi ai fini di elusione delle 
responsabilità di cui al Codice della Privacy, chiarisce chi, tra il soggetto 
promotore e il terzo incaricato, debba considerarsi effettivo titolare del 
trattamento dei dati. Il criterio adottato è quello del ruolo preminente nel 
trattamento dei dati in questione: qualora il soggetto definitosi 
promotore, dunque, assuma decisioni relative alle finalità e modalità di 
trattamento, fornisca istruzioni e direttive vincolanti e svolga verifiche e 
controlli sull’attività dell’agente incaricato, dovrà essere considerato 
effettivo titolare, ai sensi dell’art. 28 del Codice91, a prescindere dalla 
difforme qualificazione contrattuale eventualmente assunta. Il soggetto 
promotore dovrà altresì nominare responsabile il soggetto agente od altro 
terzo di cui si avvale per l’attività di promozione, salvo che tale soggetto 
non sia un mero incaricato a compiere specifiche azioni sotto la stretta 
direzione del soggetto promotore. 
E’ poi previsto l’utilizzo di mailing-list per invio di email e/o sms: 
fermi restando i già ricordati obblighi di previa informativa e di 
predisposizione di meccanismi per l’esercizio dei diritti di cui all’art. 7 
del Codice della Privacy, anche qui applicabili, il Garante ha cura di 
specificare la necessità, per chi provvede a tali invii, di utilizzare metodi 
che consentano la reciproca riservatezza degli indirizzi e/o dei numeri 
telefonici dei destinatari presenti nella lista (viene fatto esplicito 
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 Art. 28, “Titolare del trattamento”: “1. Quando il trattamento è effettuato da una 
persona giuridica, da una pubblica amministrazione o da un qualsiasi altro ente, associazione 
od organismo, titolare del trattamento è l'entità nel suo complesso o l'unità od organismo 
periferico che esercita un potere decisionale del tutto autonomo sulle finalità e sulle modalità 
del trattamento, ivi compreso il profilo della sicurezza.” 
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riferimento all’utilizzo del CCN92 per l’invio di e-mail a molteplici 
destinatari). 
Il Garante inoltre intende fornire necessarie indicazioni di carattere 
generale anche in relazione ad alcune nuove forme di spam prive 
attualmente di un'espressa disciplina normativa. 
In particolare si riferisce al “Social spam” ed al “Marketing 
virale
93”. 
Nel “Social spam” il Garante individua l’insieme delle operazioni 
mediante le quali lo spammer veicola messaggi e link promozionali 
attraverso le reti sociali online. 
L’Autorità ricorda in primis che tutti i messaggi promozionali 
inviati agli utenti dei social network, sia in privato che in pubblico, 
equivalgono a comunicazioni commerciali a tutti gli effetti e sono 
pertanto soggetti alla disciplina del Codice della Privacy. In egual modo, 
la vigente normativa privacy trova applicazione anche nei confronti dei 
messaggi promozionali inviati tramite strumenti o servizi sempre più 
diffusi come ad esempio Skype, WhatsApp, Viber, Messenger, e altri 
ancora. 
Lo scopo principale dichiarato del Garante è quello di impedire 
che “privacy policy” eccessivamente semplificate diano origine ad 
indiscriminate profilazioni degli utenti per fini di “spam mirato”. 
In particolare sono individuate e disciplinate le seguenti situazioni 
specifiche: 
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 Acronimo per  “Copia Carbone Nascosta”, opzione mediante la quale è possibile 
inviare la stessa e-mail a più destinatari senza che gli stessi possano visualizzare gli altri 
indirizzi ai quali la comunicazione è stata inoltrata. 
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 PASCALI G., Linee guida in materia di attività promozionale e contrasto allo Spam. 






1. L’invio di messaggi a scopo meramente personale: in questo 
caso, la pubblicità è elemento solo eventuale della comunicazione, in 
quanto trattasi di messaggi a carattere non seriale, inviati da un utente 
all’altro al solo scopo di consigliare un prodotto di terzi; nessuna 
specifica autorizzazione al trattamento è pertanto richiesta dal Garante. 
2. L’invio di messaggi promozionali ad un utente di un social 
network, tramite il social network stesso o l’e-mail associata al profilo su 
di esso presente, da parte di un’impresa che ha trattato i dati personali 
pubblicati sul social network in questione: in questo caso, precisa il 
Garante, il trattamento deve tendenzialmente considerarsi illecito, salvo 
che il mittente della comunicazione promozionale non dimostri di aver 
correttamente acquisito dal ricevente il consenso preventivo, specifico, 
libero e documentato di cui all’art. 130, commi 1 e 2 del Codice della 
Privacy. 
3. L’iscrizione dell’utente del social network alla “fan page” di 
una determinata impresa ed il successivo invio di comunicazioni 
promozionali dei propri servizi, da parte dell’impresa in questione al 
proprio “fan”, sia tramite il social network che tramite l’e-mail associata 
al profilo presente su di esso: in questo caso, la comunicazione 
promozionale può considerarsi lecita, afferma il Garante, se dal contesto 
o dalle modalità di funzionamento del social network, anche sulla base 
delle informazioni fornite, può evincersi in modo inequivocabile la 
manifestazione, da parte del soggetto ricevente, del consenso alla 
ricezione di messaggi promozionali da parte di una determinata impresa. 
Ciò, in ogni caso, facendo sempre salva la possibilità per il social 
network di predisporre meccanismi che consentano ai propri utenti di 




4. Per ciò che riguarda i contatti e/o “amici” dell’utente sul 
social network, dei quali siano visualizzabili numeri di telefono e/o 
indirizzi di posta elettronica, l’impresa che intenda inviare 
legittimamente comunicazioni promozionali a tali recapiti dovrà 
previamente acquisire da ciascun contatto e/o “amico” lo specifico 
consenso per effettuare l’attività promozionale. 
La seconda nuova forma di spam corrisponde al “Marketing 
virale” il quale si basa sull’originalità del contenuto del messaggio, 
grazie ad essa, il messaggio stesso, riesce ad espandersi molto 
velocemente, al pari appunto, di un virus. 
Il Garante, nel “Marketing virale”, individua quella peculiare 
evoluzione tecnologica del tradizionale “passaparola”, che vede le 
attività promozionali di un soggetto concentrarsi su pochi destinatari, 
così da poter sfruttare la capacità comunicativa di tali soggetti per 
trasmettere il messaggio promozionale ad un numero elevato di 
destinatari finali. 
Ferma restando l’eccezione del “consiglio” amicale in sede di 
comunicazione personale, il quale non è effettivamente soggetto alla 
normativa del Codice nemmeno quando sia fornito mediante strumenti 
automatizzati, quando l’attività promozionale per il tramite di singoli 
terzi utenti viene svolta con modalità automatizzate e per finalità 
di marketing, essa può rientrare nella nozione di spam, se non risultano 
rispettati i principi e le norme del Codice della Privacy, in particolare per 
ciò che attiene agli articoli 3 (“Principio di necessità nel trattamento dei 
dati”) , 11 (“ Modalità del trattamento e requisiti dei dati”), 13 
(“Informativa”), 23 (“Consenso”) e 130 (“Comunicazioni indesiderate”) 
del Codice stesso. 
A conclusione delle linee guida, il Garante, riassume le sanzioni 
applicabili in caso di accertata violazione delle disposizioni del Codice 
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della Privacy: in caso di accertata violazione delle norme del Codice, 
questa Autorità, applica le sanzioni amministrative, quali in particolare 
quelle previste dagli artt. 161
94
 e 162 (comma 2-bis)
95
 del Codice 
medesimo, finalizzate ad assicurare l'osservanza dei fondamentali 
obblighi, rispettivamente, dell'informativa e del consenso.  
Inoltre, qualora emergano i presupposti di un possibile trattamento 
illecito di dati personali avente una specifica rilevanza di natura penale, 
l'Autorità è tenuta a denunciare i fatti configurabili come reati 
perseguibili d'ufficio all'autorità giudiziaria per l'eventuale applicazione 
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Art. 161 “Omessa o inidonea informativa all'interessato”: 
“1. La violazione delle disposizioni di cui all'articolo 13 è punita con la sanzione amministrativa 
del pagamento di una somma da seimila euro a trentaseimila euro.” 
95
 Art. 162, comma 2-bis “Altre fattispecie”: “In caso di trattamento di dati personali 
effettuato in violazione delle misure indicate nell'articolo 33 o delle disposizioni indicate 
nell'articolo 167 è altresì applicata in sede amministrativa, in ogni caso, la sanzione del 
pagamento di una somma da diecimila
 
euro a centoventimila euro. Nei casi di cui all'articolo 
33 è escluso il pagamento in misura ridotta.”  
96
 Art. 167, “Trattamento illecito dei dati” : “1. Salvo che il fatto costituisca più grave 
reato, chiunque, al fine di trarne per sè o per altri profitto o di recare ad altri un danno, 
procede al trattamento di dati personali in violazione di quanto disposto dagli articoli 18, 19, 
23, 123, 126 e 130, ovvero in applicazione dell'articolo 129, è punito, se dal fatto deriva 
nocumento, con la reclusione da sei a diciotto mesi o, se il fatto consiste nella comunicazione o 
diffusione, con la reclusione da sei a ventiquattro mesi. 
2. Salvo che il fatto costituisca più grave reato, chiunque, al fine di trarne per sè o per 
altri profitto o di recare ad altri un danno, procede al trattamento di dati personali in 
violazione di quanto disposto dagli articoli 17, 20, 21, 22, commi 8 e 11, 25, 26, 27 e 45, è 




CAPITOLO QUARTO: Casi applicativi 
 
La giustizia italiana si è espressa relativamente poco in materia di 
controversie riguardanti le spam. 
La primissima sentenza si ha per mano del Giudice di Pace di 
Napoli ai danni di una conosciuta azienda toscana. Fino al 2004, in Italia, 
nessuno era ancora stato condannato al risarcimento dei danni causati da 
attività di spamming. 
Ancora, è il Giudice di Pace partenopeo a esprimersi nuovamente 
in materia, qualche anno seguente, contro la nota azienda General 
Motors. 
Allo stesso modo, il Garante della Privacy, si esprime in un primo 
provvedimento riguardante lo spamming solo nell’anno 2000: in 
particolare in questo caso fa riferimento ad un’attività di propaganda 
politica che racchiude in sé, senza dubbio, requisiti che la denotano come 
spamming.  
Di seguito saranno esposti il Provvedimento e le due sentenze del 
Giudice di Pace di Napoli. 
 
4.1 Provvedimento del Garante reso nei confronti 
della Lista Marco Pannella 
 
Il provvedimento in questione è il primo caso in cui il Garante 
della Privacy si è espresso in merito allo spamming. 
Nell’anno 2000 l’Associazione “Lista Marco Pannella” mise in 
atto un’azione molto aggressiva di propaganda politica inviando migliaia 
di e-mail non richieste ai cittadini. 
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L’Associazione reperì 390.000 indirizzi di posta elettronica su 
spazi pubblici di Internet (come ad esempio i newsgroups), tramite un 
software che era in grado di archiviare indirizzi e-mail presenti su siti 
aventi Top Level Domain Name
97
 “.it”, “.org”, “.com” e “.net” ed 
accessibili a chiunque, dando luogo ad una trentina di segnalazioni al 
Garante da parte di persone che non avevano gradito tali comunicazioni. 
La difesa sostenuta dal mittente dei messaggi si fondava sul fatto 
che gli indirizzi di posta elettronica fossero stati reperiti in Internet, 
ragione per cui, le stesse persone che li avevano resi noti fossero 
consapevoli che tali dati sarebbero potuti essere stati letti ed acquisiti da 
chiunque si fosse trovato a navigare sulla relativa pagina web. 
Si potrebbe quindi effettuare un collegamento con l’art. 12, 
comma 1, lett. c) della L. 675/96 secondo cui “il trattamento di dati 
provenienti da pubblici registri, elenchi, atti o documenti conoscibili da 
chiunque non richiede il consenso dell’interessato”. 
Nel caso specifico è però necessario avere un’interpretazione 
restrittiva della disposizione suddetta ed inoltre è importante che essa sia 
coordinata sistematicamente con il principio di “finalità”98 secondo cui i 
dati personali non possono essere utilizzati per finalità diverse da quelle 
per le quali sono stati raccolti. 
Ciò premesso, il Garante, respinse tale difensiva precisando la 
nozione di "pubblici registri, elenchi, atti o documenti conoscibili da 
chiunque" e ricordando l'obbligo di adempiere senza ritardo alle richieste 
di cancellazione dei dati. 
Concluse, pertanto, sostenendo che l’utilizzo per finalità di 
propaganda politica degli indirizzi di posta elettronica dei segnalanti non 
poteva avvenire senza un preventivo consenso manifestato dagli 
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 L'ultima parte del nome di dominio internet. 
98
 Ravvisabile nell’art. 9, lett. b) della L. 675/96. 
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interessati, invitava inoltre l’Associazione a dare effettivo seguito alle 
richieste di cancellazione dei dati che le erano pervenute, disponendo 
infine che la stessa fornisse riscontro, al Garante, sulle misure adottate 
entro il 5 marzo 2001 ai sensi dell’art. 32, comma 1, della L. 675/9699. 
Le considerazioni svolte dal Garante stesso e la soluzione adottata 
sono trasponibili anche al caso in cui gli indirizzi di posta elettronica 





4.2 Le pronunce della giurisprudenza civile 
 
4.2.1 Sentenza del Giudice di Pace nella controversia Angelo 
Pisani – Nencini Sport s.r.l. 
 
Nel 2004 è stata pronunciata la prima sentenza da parte del 
Giudice di Pace di Napoli riguardo all’attività di spamming. 
Il caso esaminato ha riguardato la ricezione di un messaggio di 
posta elettronica, non richiesto, spedito ad un avvocato da parte una nota 
azienda toscana venditrice di articoli sportivi: la Nencini Sport s.r.l.. 
L’attore, avvocato Angelo Pisani, conviene in giudizio la suddetta 
società poiché, in data 3 settembre 2003, ha ricevuto nella sua casella di 
posta elettronica, che l’avvocato stesso utilizza per ricevere notizie, 
comunicazioni ed altre informazioni di carattere personale e 
professionale, utili per la sua attività, un messaggio pubblicitario da parte 
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 Art. 32 “Accertamenti e controlli”: 
1. Per l’espletamento dei propri compiti il Garante può richiedere al responsabile, al 
titolare, all’interessato o anche a terzi di fornire informazioni e di esibire documenti. 
100
 LEVI A., ZANICHELLI F., L’utilizzo dell’e-mail a fini pubblicitari: dallo spamming al 
permission marketing, in riv. rir. ind., fasc. 4-5, 2001, pag. 194 ss. 
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della Nencini Sport s.r.l. che illegittimamente proponeva l’acquisto di 
numerosi articoli sportivi. 
La Nencini Sport s.r.l. è quindi chiamata in giudizio dall’avvocato 
“per l'udienza del 15 dicembre 2003 per sentirla condannare al 
risarcimento dei danni materiali e morali per responsabilità 
extracontrattuale da fatto illecito, per danni alla vita di relazione ed 
esistenziali nella misura di euro 1032.91, previa dichiarazione di 
responsabilità per illecito trattamento tramite Internet dei dati 
dell'attore da parte della srl Nencini Sport, oltre interessi legali dalla 
domanda e rivalsa di spese, con obbligo immediato alla cancellazione e 
rimozione dei propri dati dalla banca dati informatica pubblicitaria 
Nencini Sport e con autorizzazione alla pubblicazione della emananda 
sentenza su cinque quotidiani e due settimanali di interesse nazionale. 
Instaurato il giudizio la convenuta società srl Nencini Sport non si 
costituiva per cui ne va dichiarata la contumacia
101”. 
La causa passava quindi in decisione dopo l’esibizione della 
dovuta documentazione. 
Il Giudice ritiene applicabile al caso sottoposto al suo esame l’art. 
2043 c.c., ossia la norma generale in tema di responsabilità 
extracontrattuale. Infatti, gli indirizzi di posta elettronica recano dati di 
carattere personale da trattare nel rispetto dell'articolo 1, comma 1, 
lettera c) della legge 675/96 e quindi la loro utilizzazione per scopi 
promozionali e pubblicitari è possibile solo se il soggetto cui si 
riferiscono abbia manifestato in precedenza un consenso “libero, 
specifico e informato” come stabilito dalla direttiva 2002/58/CE e dai 
provvedimenti del Garante della Privacy. 
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 Giudice di Pace di Napoli, Sez. I, 10.6.2004, Giudice Contrada - Avvocato Pisani - 
Nencini Sport s.r.l., http://www.scintlex.it. 
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Come già detto in precedenza, l'utilizzo dell’indirizzo di posta 
elettronica comporta una lesione ingiustificata dei diritti dei destinatari 
che si trovano costretti ad impiegare diverso tempo per mantenere un 
collegamento e per individuare, tra i diversi messaggi ricevuti, quelli 
attesi, nonché a sostenere i relativi costi per il collegamento telefonico. 
Pertanto, nella fattispecie, l'invio di posta elettronica indesiderata è 
illegittima sotto due profili: in primis per la scorrettezza e illiceità del 
trattamento dei dati personali dell'attore da parte della Nencini Sport 
s.r.l., poi perché provoca un’illegittima intrusione nella sfera di 
riservatezza del destinatario (come stabilito dal Garante della privacy: gli 
indirizzi di posta elettronica non sono utilizzabili da chiunque in quanto 
non si tratta di dati rinvenibili in pubblici registri). 
La domanda dell’attore risultò quindi fondata e venne accolta 
dall’autorità giudiziaria che dichiarò la convenuta Nencini Sport s.r.l. 
responsabile per il  fatto illecito ex articolo 2043 c.c. essendo chiaro il 
nesso di causalità tra l’evento e l’ingiusto danno subito dall'attore. 
Tenuto conto del fatto che l'attore aveva fornito prova del danno 
materiale e morale derivato dall'illecito trattamento dei propri dati e 
dall'invio illegittimo da parte della società di un messaggio pubblicitario 
che a grandi caratteri proponeva l'acquisto di numerosi articoli sportivi 
nella casella di posta elettronica utilizzata a scopi personali e 
professionali dall’ avvocato, tenuto conto del danno esistenziale 
conseguente alla lesione e al turbamento della qualità della vita 
dell'attore e tenuto conto della documentazione esibita e delle risultanze 
istruttorie, la società convenuta Nencini Sport s.r.l. è stata condannata al 
risarcimento dei danni materiali e morali nella misura di euro 1000 
determinata in via equitativa sia per il danno patrimoniale che per il 
danno morale, tenuto conto delle spese generali,  degli inconvenienti e 
delle perdite di tempo subite derivanti dall’invio illecito di messaggi di 
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posta elettronica a scopo pubblicitario non effettuato sulla base del 
consenso preventivo ed informato dell'attore. 
Venivano inoltre poste a carico della convenuta le spese 
processuali tenendo conto sia della natura e del valore della causa, sia 
dell’attività professionale svolta, che ammontavano a 750 euro oltre 
IVA. 
Ancora, il Giudice di Pace di Napoli, in accoglimento della 
domanda dell’attore, dichiarava la Nencini Sport s.r.l. obbligata, previa 
cancellazione e rimozione dei dati dell'attore dalla banca dati della 
società stessa, “all'immediato invio di certificazione di tutto quanto 
gestito e trattato tramite i dati personali dell'attore e la immediata 
consegna all'attore di dichiarazione liberatoria circa la cancellazione ed 
eliminazione dei dati dell'attore dalla sua banca dati
102”. 
Da ultimo il Giudice di Pace autorizzava la pubblicazione della 
sentenza sui seguenti quotidiani: "Corriere della Sera", "La Repubblica", 





4.2.2 Sentenza del Giudice di Pace di Napoli nella 
controversia Angelo Pisani – General Motors 
 
Sempre il Giudice di Pace di Napoli ha emesso altra sentenza di 
condanna per spamming in un caso che vede coinvolto il medesimo 
attore del caso precedente. 
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 Giudice di Pace di Napoli, Sez. I, 10.6.2004, Giudice Contrada - Avvocato Pisani -  
Nencini Sport s.r.l., http://www.scintlex.it. 
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 Giudice di Pace di Napoli, Sez. I, 10.6.2004, Giudice Contrada - Avvocato Pisani - 
Nencini Sport s.r.l., http://www.scintlex.it. 
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Questa volta veniva lamentata la ricezione sul proprio computer di 
e-mail pubblicitarie da lui non sollecitate da parte dell’azienda General 
Motors. 
Il Giudice di Pace, Carlo Contrada, anche in questo caso, ha 
condannato la General Motors al risarcimento dei danni pari a 300 euro 
oltre alle spese legali e del ctu informatico pari ad 850 euro proprio per 
illegittimo trattamento dei dati personali nonché alla cancellazione dei 
dati personali dell’attore. 
Il Giudice, così come più volte ribadito dal Garante, sul punto, ha 
ripetuto che anche in questi casi deve essere ottenuto il consenso 
preventivo all’invio di informazioni commerciali, specialmente se le 
stesse sono poste in essere con determinate metodiche (come ad esempio 
l’invio di  fax,  sms o mms, e-mail oppure attraverso chiamate vocali 
effettuate con operatore automatico), e pertanto, tornando al caso in 
esame, la società oggetto del provvedimento di divieto è stata inibita 
nell’uso dei dati personali in suo possesso. 
 In questo modo è stato sancito, di nuovo, un principio generale di 
estrema importanza: senza consenso preventivo non si potrà inviare 
nessun tipo di pubblicità attraverso sms, mms, fax, posta elettronica e 
chiamate vocali a mezzo di operatore automatico; in caso contrario, la 
richiesta di risarcimento danni servirà a compensare “il disturbo arrecato 
dalle comunicazioni indesiderate, nonché l'occupazione indebita delle 
linee telefoniche, il tempo perso a leggere ed eliminare le e-mail, il 
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 Sentenza n. 101217/07 del Giudice di Pace di Napoli. 
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4.2.3  Lo spamming “arriva in Cassazione” 
 
Il Garante per la protezione dei dati personali, con ordinanza-
ingiunzione del 20 giugno 2012, ha intimato alla Manage Consulting 
International s.r.l. il pagamento della somma di euro 10.400 a titolo di 
sanzione amministrativa pecuniaria per le violazioni previste dall’art. 
161 (Omessa o inidonea informativa all'interessato) e dall’art. 162, 
comma 2-bis (Altre fattispecie), del Codice della Privacy per avere 
inviato tre messaggi di fax di natura promozionale, senza dimostrare di 
avere reso l'informativa e di avere ottenuto un consenso esplicito. 
La società allora presenta ricorso di fronte al Tribunale di Padova, 
che, con sentenza datata 4 aprile 2013, rigetta l'opposizione proposta 
dall'ingiunta. 
Il Tribunale, ritenendo che ricorre un'ipotesi di trattamento dei dati 
personali attinti da una banca dati, ha rilevato che da parte della Manage 
Consulting International s.r.l. non è stata fornita la prova di aver reso 
l'informativa di cui all'art. 13 del Codice della Privacy, cosicché non si 
può parlare di consenso informato. 
Inoltre, il Tribunale, ha evidenziato che l'invio da parte della 
società stessa dei fax in questione ha avuto chiare finalità di promozione 
a scopo di lucro, essendo stato utilizzato un sistema automatizzato di 
chiamata senza l'intervento di un operatore, ai sensi dell'art. 130 del 
Codice della Privacy, e in assenza del necessario consenso. 
La società si presenta allora di fronte alla Corte di cassazione 
proponendo ricorso sulla base di dodici motivi. 
La Corte stessa, nel rigettare tale ricorso, fornisce motivazioni 
punto per punto a giustificazione dell’infondatezza del totale dei punti 
che la Società indica come basi per legittimare il ricorso stesso. 
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Inoltre condanna la Manage Consulting International s.r.l. al 
rimborso delle spese processuali sostenute dal controricorrente, cioè il 











Nell’Unione Europea i provvedimenti normativi precedenti alla 
Direttiva 2002/58/CE offrivano soluzioni frammentarie al problema 
dell’invio di messaggi di posta elettronica non desiderati ed è proprio 
con l’avvento di questa Direttiva che cambia la concezione di spamming. 
In essa, il comportamento riconducibile allo spamming emerge 
quale violazione della privacy nei confronti dei soggetti abbonati ad un 
servizio di comunicazione elettronica. 
Un ampliamento della protezione contro lo spamming è stato 
attuato dalla più recente Direttiva n. 2009/136/CE in materia di 
telecomunicazioni emanata allo scopo di armonizzare le disposizioni 
normative nei singoli Stati Membri, con il proposito di creare un diritto 
oggettivamente uniforme tra gli ordinamenti dell’Unione. 
Non c’è dubbio che la Direttiva suddetta abbia realizzato un 
inconfutabile progresso rispetto al precedente assetto comunitario del 
2002, ma nella pratica riduce le diversità senza annullarle 
completamente. 
Il quadro normativo vigente per combattere lo spamming 
rappresenta sicuramente una buona base di partenza per la risoluzione 
del problema, ciò che probabilmente ne ostacola la perfetta funzionalità è 
però la mancanza di un diritto europeo comune inviando comunicazioni 
da contesti geografici extraeuropei. 
Il fenomeno dello spamming è stato in continua evoluzione fin dal 
momento della sua nascita, al passo col progresso tecnologico: da 
fenomeno degenerativo di una prassi pubblicitaria a carattere 
commerciale è arrivato ad assumere connotazioni correlate con altri e 
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plurimi scopi, contrari alla legge, quali ad esempio la profilazione 
dell’utente o il furto di identità. 
Nonostante i grandi sforzi dei legislatori, sia europei, che 
nazionali, nel combattere tale fenomeno, lo spamming continua ad essere 
un problema “scomodo” che colpisce ogni singolo cittadino che sia in 
possesso di un indirizzo di posta elettronica: chi può dire di non aver 
ricevuto almeno una volta nella vita una spam? 
Ancora, gli ISPs hanno compiuto sforzi per ostacolare il fenomeno 
con la creazioni di filtri anti-spam, ma non riuscendo a contrastare lo 
spamming. 
Allora la soluzione dove sta? Anzi, una soluzione esiste? 
Nonostante la creazione di un sistema di protezione per l’utente 
risultano essere davvero pochi i casi in cui un soggetto destinatario di 
“junk mail” sia ricorso in giudizio per contrastare il problema: ciò a cosa 
è dovuto? 
Potrebbe essere dovuto ad una sorta di “pigrizia” del destinatario, 
nella poca fiducia nei tempi della giustizia, o ancora nel ritenere “inutile” 
decidere di ricorrere in giudizio mettendo sul piatto della bilancia sia i 
costi a suo carico sia il valore del risarcimento che gli sarebbe liquidato 
se il giudizio terminasse a suo favore. 
I motivi per cui siamo costantemente bombardati da spam e non 
reagiamo sono disparati e forse sono proprio questi la causa della non 
risoluzione del problema, forse è proprio colpa della “sopportazione” che 
abbiamo nei confronti delle e-mail non desiderate che giustifica gli 
spammer a non rinunciare alle loro azioni, ma anzi a correre il rischio di 
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