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RESUM 
Introducció i objectius: El Sistema sanitari de l'illa de Santiago, Cabo Verde, requereix la renovació 
de l'estructura de xarxa dels seus tres centres sanitaris d'atenció primària. Davant la creixent 
població i l'avenç tecnològic que actualment està donant-se a arreu del món és necessària la 
implementació d'una xarxa que sigui capaç de donar suport a l'assistència sanitària de manera 
segura i eficaç. Per tal de poder garantir un bon servei del sistema, les tres clíniques requereixen 
una interconnexió entre elles que permeti compartir la informació dels pacients, del personal 
sanitari, així com del material i els equips de cada centre. Davant aquests requeriments aquest 
projecte proposa una millora en quant al disseny de la xarxa que permeti donar servei de a tots 
els equips dels centres. Des dels ordinadors fins a telèfons VoIP i impressores. Així mateix el 
projecte proposa una base de dades que permetrà emmagatzemar la informació més rellevant 
per al sistema sanitari de Santiago. 
 
Mètode: Durant l'elaboració del projecte s'han dut a terme un conjunt de tasques que han permès 
la presentació d'aquesta solució. Per tal d'elaborar-la, durant la primera etapa del treball s'ha fet 
un anàlisi exhaustiu de la millor estructura de xarxa, així com la topologia que presenta les 
condicions més òptimes per als requeriments del projecte.  
Un cop escollida l'estructura s'han triat els equips i cablejat que millor s’adeqüen als nostres 
requisits i pressupost. 
Per tal que el projecte sigui el més real possible s'ha creat una simulació amb el programa Cisco 
Packet tracer que permet dissenyar tot tipus de xarxa, ja que hi ha un ampli ventall de possibilitats 
per tal d'escollir el millor equipament i cablejat. Gràcies a aquesta simulació s'han pogut configurar 
les VPN entre els centres que han permès garantir la comunicació entre ells.  
Així mateix, la simulació ens ha permès generar un conjunt de VLANs, que han permès fer la xarxa 
molt més segura, organitzada i eficient. Amb les VLANs s'ha pogut assignar IPs a cada dispositiu en 
funció del departament al que formés part. Un cop creades les VLAN s'ha pogut habilitar 
l'assignació dinàmica d'IPs mitjançant la configuració d'un servidor DHCP. Mitjançant la 
configuració de IP dinàmica cada dispositiu rep una direcció IP en funció de la VLAN a la que 
pertany.  
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El projecte també conté una proposta de base de dades que s'ha creat amb MySQL Workbench. 
Aquesta base de dades pretén actuar com una eina centralitzada  d'emmagatzematge 
d'informació dels centres. 
Durant tota l'elaboració del projecte s'han consultat i seguit les normatives actuals aplicades al 
camp de la sanitat i també al camp de les telecomunicacions. 
 
Conclusions: Aquest projecte ha donat solució i cobertura a les necessitats que es plantegen a les 
clíniques de l'illa de Santiago. Aquesta proposta ha intentat des del primer moment garantir la 
seguretat de les dades que circulen per la xarxa del sistema, així com brindar la solució més ràpida 
i eficaç dins d'un pressupost assequible.  
Tanmateix s'ha presentat la solució per tal d'assegurar la integració dels centres de salut de la illa. 
Gràcies a la simulació s'ha demostrat que la configuració que s'ha emprat en els dispositius de 
xarxa ha estat la encertada, ja que els paquets de dades que s'han enviat han arribat als nodes 
correctes. 
 
Paraules clau: LAN, WLAN, Simulació de xarxa, Cisco, Packet Tracer, Connectivitat, Internet, VPN, 
VLAN, Base de dades, Cablejat, Wi-Fi, Xarxa, Telecomunicacions, IP.  
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RESUMEN 
Introducción y objetivos: El Sistema sanitario de la isla de Santiago, Cabo Verde, requiere la 
renovación de la estructura de red de sus tres centros sanitarios de atención primaria. Ante la 
creciente población y el avance tecnológico que actualmente se está dando a todo el mundo es 
necesaria la implementación de una red que sea capaz de dar soporte a la asistencia sanitaria de 
manera segura y eficaz. Para poder garantizar un buen servicio del sistema, las tres clínicas 
requieren una interconexión entre ellas que permita compartir la información de los pacientes, 
del personal sanitario, así como del material y los equipos de cada centro. Ante estos 
requerimientos este proyecto propone una mejora en cuanto al diseño de la red que permita dar 
servicio de todos los equipos de los centros. Desde los ordenadores hasta teléfonos VoIP e 
impresoras. Asimismo, el proyecto propone una base de datos que permitirá almacenar la 
información más relevante para el sistema. 
 
Método: Durante la elaboración del proyecto se han llevado a cabo un conjunto de tareas que han 
permitido la presentación de esta solución. Para elaborarla, durante la primera etapa del trabajo 
se ha hecho un análisis exhaustivo de la mejor estructura de red, así como la topología que 
presenta las condiciones más óptimas para los requerimientos del proyecto. 
Una vez elegida la estructura se han elegido los equipos y cableado que mejor se adecuan a 
nuestros requisitos y presupuesto. 
Para que el proyecto sea lo más real posible se ha creado una simulación con el programa Cisco 
Packet tracer que permite diseñar todo tipo de red, ya que hay un amplio abanico de posibilidades 
para escoger el mejor equipamiento y cableado. Gracias a esta simulación se han podido 
configurar las VPN entre los centros que han permitido garantizar la comunicación entre ellos. 
Asimismo, la simulación nos ha permitido generar un conjunto de VLANs, que han permitido hacer 
la red mucho más segura, organizada y eficiente.  
Con las VLANs se ha podido asignar IPs cada dispositivo en función del departamento al que 
formara parte. Una vez creadas las VLAN se ha podido habilitar la asignación dinámica de IPs 
mediante la configuración de un servidor DHCP. Mediante la configuración de IP dinámica cada 
dispositivo recibe una dirección IP en función de la VLAN a la que pertenece. 
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El proyecto también contiene una propuesta de base de datos que se ha creado con MySQL 
Workbench. Esta base de datos pretende actuar como una herramienta centralizada de 
almacenamiento de información de los centros. 
Durante toda la elaboración del proyecto se han consultado y seguido las normativas actuales 
aplicadas al campo de la sanidad y también en el campo de las telecomunicaciones. 
 
Conclusiones: Este proyecto ha dado solución y cobertura a las necesidades que se plantean en las 
clínicas de la isla de Santiago. Esta propuesta ha intentado desde el primer momento garantizar la 
seguridad de los datos que circulan por la red del sistema, así como brindar la solución más rápida 
y eficaz dentro de un presupuesto asequible. 
Sin embargo se ha presentado la solución para asegurar la integración de los centros de salud de 
la isla . Gracias a la simulación se ha demostrado que la configuración que se ha empleado en los 
dispositivos de red ha sido la acertada, ya que los paquetes de datos que se han enviado han 
alcanzado los nodos correctos. 
 
Palabras clave: LAN, WLAN, Simulació de xarxa, Cisco, Packet Tracer, Connectivitat, Internet, VPN, 
VLAN, Base de dades, Cablejat, Wi-Fi, Xarxa, Telecomunicacions, IP.  
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ABSTRACT 
Introduction and objectives: The health system of the island of Santiago, Cabo Verde, requires the 
renewal of the network structure of its three primary health care centers. In view of the growing 
population and the technological progress that is currently taking place around the world, it is 
necessary to implement a network that is capable of supporting health care in a safe and effective 
manner. In order to guarantee a good service of the system, the three clinics require an 
interconnection between them that allows to share the information of the patients, of the health 
staff, as well as of the equipment and equipment of each center. This project proposes an 
improvement in the design of the network that allows service to all the equipment in the centers. 
The project also proposes a database that will store the most relevant information for the system. 
 
Method: During the first stage of the work , an exhaustive analysis of the best network structure 
has been made, as well as the topology that presents the most optimal conditions for the 
requirements of the project. 
Once the structure has been chosen, the equipment and wiring that best suits our requirements 
and budget have been chosen. 
To make the project as real as possible, a simulation has been created with the Cisco Packet tracer 
program that allows designing all types of networks, since there is a wide range of possibilities to 
choose the best equipment and wiring. Thanks to this simulation, the VPNs could be configured 
among the centers that have allowed to guarantee the communication between them. 
Also, the simulation has allowed us to generate a set of VLANs, which have made the network 
much safer, organized and efficient. 
With VLANs it has been possible to assign IPs to each device depending on the department to 
which it is part. Once the VLANs were created, dynamic allocation of IPs could be enabled by 
configuring a DHCP server. By means of the dynamic IP configuration, each device receives an IP 
address according to the VLAN to which it belongs. 
The project also contains a database proposal that was created with MySQL Workbench. This 
database aims to act as a centralized information storage tool for the centers. 
Throughout the development of the project, the current regulations applied to the field of health 
and also in the field of telecommunications have been consulted and followed. 
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Conclusions: This project has given solution and coverage to the needs that arise in the clinics of 
the island of Santiago. This proposal has tried from the first moment to guarantee the security of 
the data that circulate through the network of the system, as well as to provide the fastest and 
most effective solution within an affordable budget. 
However, the solution to ensure the integration of health centers on the island has been 
presented. Due to the simulation it has been shown that the configuration that has been used in 
the network devices has been the right one, since the data packets that have been sent have 
reached the correct nodes. 
 
Key Words: LAN, WLAN, Simulació de xarxa, Cisco, Packet Tracer, Connectivitat, Internet, VPN, 
VLAN, Base de dades, Cablejat, Wi-Fi, Xarxa, Telecomunicacions, IP.  
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GLOSSARI 
A continuació es mostren els acrònims utilitzats al llarg del projecte juntament amb la seva 
descripció. 
 
ACRÒNIM NOM REAL 
IP Internet Protocol 
LAN Xarxa d'àrea local 
CPD Centre de processat de dades 
DCE Equip de comunicació de dades 
DTE Equip terminal de dades 
VPN Virtual Private Network 
CAP Centre d'Atenció primària 
RGPD Reglamento General de Protección de Datos 
SQL Structures Query Language 
WAN Wide Area Network o xarxa d'àrea extesa 
MAN Metropolitan Area Network 
STP Shielded Twisted Pair 
UTP Unshielded twisted pair 
FTP Foiled twisted pair 
TCP Transmission Control Protocol 
WLAN Wireless Local Area Network 
WEP Wired Equivalent Privacy 
WPA Wi-Fi protected Access 
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CAT Categoria 
RDSI Xarxa digital de serveis integrats 
DSL Digital Subscriber Line 
CATV Community Antenna Television 
HFC Híbrido de Fibra Coaxial 
MPLS Multiprotocol Label Switching 
ISP Internet Service Provider 
PC Personal Computer 
SW Switch 
S1 Soterrani 1 
TFG Treball de final de grau 
DNS Domain Name System 
DMZ Zona Desmilitarizada 
VLAN Virtual LAN 
DHCP Dynamic Host Configuration Protocol 
CLI Command line interface 
SNMP imple Network Management Protocol) 
QoS Quality of Service 
SAI Sistema de alimentación ininterrumpida 
RAM Random Access Memory 
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1. PREFACI 
1.1. ORIGEN DEL TREBALL I MOTIVACIÓ 
El motiu pel qual vaig decidir triar aquest projecte va ser un repte personal. Durant el tercer i part 
del quart any de la carrera d'enginyeria biomèdica vaig estar treballant a una empresa de 
telecomunicacions. Quan vaig entrar, només sabia aquells coneixements bàsics que s'adquireixen 
a l'assignatura de Sistemes d’Informació i Comunicació en la Sanitat durant la carrera. 
Al llarg del temps que vaig estar en aquella empresa vaig aprendre moltes coses, que hem van 
despertar les ganes de saber més sobre aquest àmbit, però dins meu no podia acceptar haver 
estat treballant més d'un any i mig en una empresa de telecomunicacions i no sentir que tenia un 
mínim de coneixement sobre el sector. 
El motiu pel qual vaig triar l’Illa de Santiago va ser degut que l'empresa treballa amb el continent 
Africà, i vaig trobar interessant enfocar el treball en la sanitat d'aquella petita illa, ja que vaig sentir 
mil i una històries sobre el sector sanitari d'alguns dels països d’Àfrica durant la meva estada allà. 
1.2. REQUERIMENTS PREVIS 
Per tal de dur a terme el projecte és necessari identificar els requeriments previs que ha de cobrir 
el nostre disseny. Per tal de fer-ho és imprescindible conèixer l'entorn on s'aplicarà, és a dir, les 
infraestructures on es farà la instal·lació. El projecte requereix del disseny de 3 centres de Salut, 
un d'una sola planta d'uns 500 m2 aproximadament  i dos de  tres plantes d'aproximadament 1500 
m2. Aquests tres centres de salut han de tenir cobertura de dades i veu IP, pel que per tal de fer-
ho s’hauran de dissenyar tres estructures LAN. Tots tres centres hauran d'oferir connexió a 
internet al públic, pel que per tal de poder proporcionar aquest servei serà necessari implementar 
Punts d'accés. 
Un altre punt vital és determinar quins són els punts característics del sistema. Degut que es tracta 
d'una xarxa de dades d'un sistema sanitari el més important serà garantir la seguretat de la 
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informació que es transmet pels seus canals, pel que podem identificar aquest punt com un 
requeriment puntal del projecte. Per fer-ho serà importantíssim contemplar els protocols de 
seguretat aplicables a la xarxa així com buscar sempre la millor solució per tal d'evitar possibles 
fissures en el sistema de seguretat. 
Un altre dels requeriments primordials és la integració de la xarxa amb els diferents centres, és a 
dir, unificar les xarxes dels tres centres dissenyats i integrar-los en un sol sistema sanitari. Aquest 
fet permetrà compartir informació entre centres, facilitant així la gestió tant de pacients com del 
personal sanitari. Per tal de fer aquesta integració serà necessària la creació de VPN entre els 
centres. 
Per poder assegurar-nos que aquest fet serà possible es crearà una simulació mitjançant el 
Software Cisco Packet Tracer, que permet emular una xarxa i configurar-la amb comandes reals, 
fet que et permet analitzar una xarxa abans d'implementar-la.  
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2. INTRODUCCIÓ 
Actualment la tecnologia està al dia a dia de tothom i es que aquesta facilita molt les tasques 
quotidianes de totes les persones, ja siguin en l'àmbit personal com en el laboral. Gràcies a ella es 
poden dur a terme una gran quantitat de tasques de manera coordinada i precisa pel que avui en 
dia es poden realitzar tasques que antigament eren impossibles de realitzar o bé es poden dur a 
terme accions d'una manera més ràpida i eficient. (1) 
Les telecomunicacions són la base de la tecnologia actual, i es per això que són imprescindibles en 
l’àmbit sanitari, ja que permeten un millor control dels pacients, una augment en la seguretat de 
les dades sensibles i permeten reduir el cost sanitari (2). 
Es per això que seguidament es presenta un projecte que té com a objectiu dissenyar una xarxa 
de comunicació en l'entorn sanitari que permeti gestionar pacients i compartir les dades de 
manera segura entre els edificis que conformen el sistema. 
2.1. OBJECTIUS DEL TREBALL 
L'objectiu d'aquest treball és dissenyar l'estructura de xarxa de tres centres sanitaris a Santiago, la 
major de les illes que conformen l’arxipèlag de Cabo Verde. Per tal verificar el disseny plantejat es 
durà a terme una simulació mitjançant el Software Cisco Packet Tracer, una eina que permet 
emular la xarxa i configurar infinitat d'escenaris. Aquest programa ens permetrà configurar punt 
per punt tota la xarxa dels centres i ens permetrà verificar que el disseny plantejat és correcte i 
funciona, ja que un cop dissenyada la xarxa al programa, es durà a terme una simulació en cas real 
que ens permetrà veure si els paquets viatgen per la xarxa de manera correcte o no. 
Aquest disseny permetrà la intercomunicació entre departaments així com la connexió entre els 
tres centres de salut mitjançant connexions VPN. Gràcies a aquesta interconnexió el personal dels 
centres poden accedir a la informació de manera fàcil, ràpida i segura. 
Aquesta xarxa estarà composta per dos centres de salut grans  i un centre d'atenció primària, el 
centre de salut principal de Praia i  el centre de salut de Santa Caterina i el CAP de Santa Cruz, els  
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centres de salut  compten amb una infraestructura de tres plantes i una superfície total operativa 
de 1500 m2, i el CAP estarà format per una sola planta de 500 m2 de superfície hàbil. 
Aquests edificis estaran tots connectats entre ells, i es que totes les connexions passaran per un 
node central, el Centre de processat de dades o CPD mitjançant una connexió d'alta velocitat. 
La transmissió de dades a l'entorn sanitari és un requisit indispensable, ja que cada instant els 
centres de salut generen una gran quantitat d'informació primordial per al seguiment dels 
pacients i per a la pròpia gestió del sistema sanitari.  
Gràcies a la existència d'aquestes xarxes és possible emmagatzemar i consultar aquelles dades 
rellevants com podrien ser per exemple les històries clíniques dels pacients, les proves mèdiques, 
i fins i tot els processos d’ingrés hospitalari.  
Totes aquestes dades són transmeses al sistema com a una col·lecció de bits que poden ser 
consultades per diferents terminals de la xarxa sanitària de manera segura. 
Un dels temes més importants a tenir en compte quan parlem de la gestió de dades es que és 
imprescindible mantenir la privacitat i la seguretat de les dades, i es per això que existeix una sèrie 
de normatives europees com ara la nova llei de protecció de dades (RGPD) que dictamina que 
totes les dades personals han de ser codificades i completament segures. 
A continuació i al llarg de tot el projecte s'ha procurat assolir totes els objectius anteriorment citats 
mitjançant una simulació de xarxa fictícia a la illa de Santiago, una illa situada al oceà Atlàntic, en 
l’arxipèlag de Cabo Verde, tocant al continent Africà a l'alçada de Senegal. 
Els primers passos que s'han dut a terme en aquest projecte ha estat determinar els diferents 
departament que pot presentar un centre de salut. 
Els departaments que s'han identificat i sobre els quals s'ha desenvolupat tota l'arquitectura de 
treball són els que es mostren a continuació, i cada un d'ells compta amb l'equipament necessari 
per tal de dur a terme les seves funcions: 
• Departament de gerència 
• Departament professionals de la salut 
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• Departament de gestió 
• Departament d'Administració 
• Àrea d’accés públic 
Com s'ha anomenat anteriorment els tres edificis estan interconnectats mitjançant un node comú, 
el CPD, el qual contindrà un conjunt d'equips que permetran la comunicació. En el centre de 
processat també tindrem els servidors que estaran protegits de qualsevol atac extern mitjançant 
un tallafocs o Firewall. 
2.1.1. OBJECTIUS ESPECÍFICS 
El disseny d'aquest treball es farà a la illa de Santiago, una illa de l’Arxipèlag de Cabo Verde, situat 
al continent Africà. La illa està en vies de desenvolupament, pel que el seu sistema sanitari actual 
és molt precari. El que es pretén amb aquest projecte és fer una proposta per tal de millorar tant 
la gestió dels centres com les infraestructures de xarxa que tenen actualment. 
Una de les problemàtiques afegides al projecte és el fet que els centres es trobin a una illa, ja que 
aquesta està més aïllada tecnològicament. Per tal de poder proveir d'internet a una illa és 
necessari emprar cable submarí. Aquest servei els donen els grans distribuïdors d'internet. 
Degut que el disseny va enfocat al entorn sanitari és imprescindible comptar amb una xarxa de 
Backup, és a dir un distribuïdor d'internet secundari, ja que en el cas que caigui la línia principal els 
centres no poden quedar sense connexió. Per tal d'assegurar aquest servei s'haurà d'estudiar molt 
bé quines son les possibilitats actuals . 
Els objectius específics d'aquest projecte són diversos. Entre ells, com ja s'ha mencionat 
anteriorment, és dissenyar una xarxa de telecomunicacions que permeti al personal de cada 
centre poder accedir a la informació de manera segura així com proposar una solució integral de 
de dades per als tres  centres de salut  de la regió de Santiago. Per tal de poder fer aquesta solució 
integral es imprescindible dur a terme un interconnexió entre seus, que permetrà la millora de les 
comunicacions sanitàries a la illa de Santiago. 
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Per tal de fer òptim el projecte i que aquest tingui una perspectiva de futur serà imprescindible 
adaptar els diferents tipus de tecnologies existents al mercat a cada necessitat del centre. 
Una altre de les tasques importants a realitzar per tal de cobrir amb les necessitats actuals serà la 
realització d' una de Base de Dades en la que el sistema sanitari podrà emmagatzemar les dades 
tant dels pacients com del personal sanitari. 
2.2. ABAST DEL TREBALL 
Durant la realització del projecte es duran a terme una sèrie de tasques, que permetran donar 
consistència al treball.  
Les tasques que es duran a terme en aquest projecte seran les següents: 
• Contextualització i creació del Marc teòric 
• Disseny de les xarxes LAN dels tres centres sanitaris. 
o Plànols dels  centres de salut  
o Plànols d'equipament 
o Plànols de cotes 
o Disseny de la xarxa de cada LAN 
o Plànols del Rack  
o Plànols de distribució de cablejat 
• Elecció de la millor tecnologia i equipament segons els requeriments i recursos del 
projecte. 
• Interconnexió entre centres mitjançant VPN. 
• Disseny d’una base de dades amb SQL que permeti l'emmagatzematge d'informació 
rellevant per al sistema sanitari de Santiago 
• Validació de l'estructura creada per mitjà de la simulació amb Cisco Packet Tracer 
• Elaboració d'un pressupost realista del projecte 
• Estudi de la reducció del possible impacte ambiental davant la implementació real del 
projecte. 
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3. MARC TEÒRIC 
Gràcies a la invenció de les xarxes de dades actualment l'home té a l’abast una gran quantitat 
d'informació, ja que des de qualsevol terminal del món pot comunicar-se amb un altre equip situat 
a una gran distància.  
3.1. TIPUS DE XARXES 
Una xarxa de telecomunicacions és un conjunt de dispositius tant físics com lògics interconnectats 
que permeten la transmissió i la recepció de senyals de diversa naturalesa entre diferents hosts1. 
(3) 




1 També s'anomena node. Es refereix a qualsevol dispositiu connectat a la xarxa que és capaç d'enviar i rebre 
informació. 
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Gràcies a aquestes xarxes es pot establir comunicació a diferents punts del planeta per molt 
distants que estiguin. 
Per tal de poder comunicar-nos d'una punta a 
l'altre del món ha d'haver diferents enllaços i 
xarxes que permetin que la informació arribi al 
seu destí. Per això cal diferenciar entre les 
diferents xarxes existents. 
 
TIPUS DE XARXA DEFINICIÓ 
WAN 
Wide Area Network 
Són de gran cobertura. Poden tenir abast global o mundial. Aquestes 




Són xarxes de cobertura metropolitana que proveeixen la connectivitat dins 
d'una ciutat. Normalment s'utilitzen per interconnectar diferents xarxes 
més petites com LAN o bé xarxes de major envergadura com empreses o 
organismes. 
LAN 
Local Area Network 
Són xarxes de cobertura local formades per un conjunt de dispositius que 
es comuniquen entre sí i el seu abast no és massa extens. Estan formades 
per un nombre limitat de nodes i la seva infraestructura conté cablejat 
propi. 
Altres característiques que defineixen les LAN són que permeten un baix 
retard i una baixa taxa d'errors així com una alta velocitat de transmissió i 




Es una  tecnologia que permet estendre de manera segura una xarxa LAN. 
Permet a membres d'una altre xarxa puguin accedir de manera segura a una 
xarxa LAN determinada. Realment una connexió VPN és una unió entre 
WAN i LAN però amb enllaç privat i segur. 
Taula 1:Tipus de xarxes (4) 
VPN 
Figura 1: Representació gràfica dels tipus de xarxes (23) 
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Degut a que la classificació anterior fa referencia al camp d'abast que té cada xarxa podem 
considerar que una xarxa WAN o MAN està formada a partir de les interconnexions de moltes 
xarxes LAN geogràficament separades a través de xarxes d'interconnexió que tenen instal·lades 
diferents operadors. 
A més a més de les xarxes físiques també 
existeixen les anomenades xarxes sense 
fils. Gràcies a aquest tipus de xarxes es 
poden connectar gran quantitat de nodes 
sense requerir una connexió física. 
Aquesta tecnologia es possible degut a 
que la informació es transmet mitjançant ones de radio d'alta freqüència, que les antenes són 
capaces de captar i transformar altre cop en trames de dades. (5) 
3.2. TIPOLOGIA DE XARXA  
Les xarxes LAN estan creades amb l'objectiu de comunicar-se. Per tal de fer-ho, la xarxa ha de estar 
connectada tant localment com a l'exterior, a la xarxa WAN. 
Hi ha diverses maneres de connectar els dispositius que conformen la xarxa, ja que el ventall 
d'elements i possibilitats és molt ampli. 
Per tal d'establir connexió necessitem equips que puguin transmetre i rebre informació a més a 
més d'un canal o medi físic pel qual viatgi el senyal. 
Els equips terminals de dades o DTE generen i reben la informació, codificada en binari, i  
generalment es troben situats als extrems de l'enllaç. Aquests equips reben o emeten la 
informació de manera directe o indirecte sense alterar el contingut durant el procés de 
transmissió. Un exemple de DTE seria un terminal, una impressora o un ordinador. (6) 
Els equips de comunicació de dades o  DCE són els encarregats de convertir el flux de bits dels DTE 
en un senyal apte per a ser enviat pel canal de transmissió. Els DCE participen en la comunicació 
però no són ni emissors ni receptors finals. S'anomenen DCE a aquells equips com els 
Figura 2: Esquema de xarxa amb emissió d'ones (23) 
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concentradors o Hubs, els commutadors o switch, als routers o bé a les targetes de xarxa que duen 
incorporats els DTE. (7) 
Les topologies de xarxa són el tipus d'enllaç que interconnecten els diferents equips de xarxa. 
Aquesta es determina únicament per la configuració de les connexions que presenten els 
elements que la conformen. (8) 
Actualment existeixen una gran quantitat de patrons d'interconnexió entre nodes, i cada topologia 
presenta unes avantatges o uns desavantatges en relació a les altres. A més a més també 
existeixen les topologies mixtes o híbrides, les quals presenten característiques de diferents 
estructures de xarxa. 
BUS: 
 
Aquest tipus de topologia els nodes estan connectats mitjançant una comunicació bidireccional 
passiva. La topologia bus es caracteritza per tenir un canal únic de comunicació, és a dir,  tots els 
dispositius es connecten mitjançant el mateix enllaç.  
 
Els bits que transmet un node arriben a totes 
les estacions i per tal d'evitar rebots es 
precisen terminadors. Aquests terminadors es 
troben als extrems del cable comú i tanquen 
el bus indicant que més enllà del terminador 
no existeixen més nodes. (9) 
  
Figura 3:Esquema de topologia en Bus (23) 
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ESTRELLA: 
En aquest tipus de topologia els nodes estan connectats a un node central mitjançant enllaços 
punt a punt. És a dir, és una topologia centralitzada i totes les comunicacions es realitzen des del 
node central. Aquest és l'únic que pot provocar que falli la xarxa, per això sol estar en una sala 
controlada i d'accés restringit. (10) 
 
A diferencia de la topologia Bus de la que hem 
parlat anteriorment en aquesta topologia no es 
comparteixen cables, cada element té el seu 
propi cablejat, fet que fa que sigui una de les 
topologies més segura i a l'hora més cara. 
En la gran majoria de xarxes LAN es fa servir 
aquesta topologia, i el node central sol ser un 
router, un switch o bé un hub. 
ANELL: 
Les estacions estan connectades en un medi unidireccional format per un llaç tancat. Cada estació 
està connectada a la següent fins a tancar l'anell. Totes les estacions actuen com a repetidors 
actius i contenen un receptor i un transmissor que permet traduir la senyal i passar-la a la següent 
estació. Per tal de poder  evitar col·lisions i transmetre informació dins de l'anell necessiten un 
esquema de transmissió de senyals que regula si el 
terminal pot tenir accés a la xarxa o no, per això aquest 
tipus de topologia de xarxa actua amb l'anomenat pas de 
testimoni o token, aquest token es una sèrie de bits que 
contenen informació de control que permet als elements 
de xarxa transmetre la informació d'un dispositiu a un 
altre de l'anell. Quan a un node rep el token el dispositiu 
pot transmetre dades a la xarxa. Cada node rep la 
informació fins a que finalment el paquet de dades arriba 
al node de destí. 
Figura 4: Esquema de tipologia en Estrella (23) 
Figura 5: Esquema de tipologia en Anell (23) 
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Els nodes actius repliquen el senyal, però en el cas que falli un node falla tota la xarxa per això 
també solen implementar-se com un híbrid en entre estrella i anell de manera que es permet aïllar 
l'estació en el cas de que aquesta falli. També es pot utilitzar un anell secundari de Backup1 
MALLA: 
Aquest tipus de topologia cada node està interconnectat 
amb un o més estacions, d'aquesta manera la informació 
es pot emetre d'una estació a una altre per diferents 
rutes.  
Aquesta topologia  presenta redundància de manera que 
si un cable que connecta estacions falla els paquets de 
dades poden ser redirigits i transportats sense que el 
tràfic es vegi afectat. 
ARBRE: 
Aquest tipus de topologia cada node està connectat a 
un node superior del qual poden penjar altres nodes 
formant així una estructura similar a un arbre.  
Aquesta topologia es similar a un conjunt de topologies 
en estrella sense node central únic. Es podria dir que es 
una variació entre la topologia bus i la topologia 
estrella. 




1 Fa referència a un sistema de suport en el cas de que el principal falli. També anomenat redundància. 
Figura 6: Esquema de tipologia en Malla (23) 
Figura 7: Esquema de tipologia en Arbre (23) 
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HÍBRIDS: 
A més a més de les topologies anomenades també existeixen híbrids que presenten 
característiques de diferents topologies. Això permet adaptar la infraestructura, i poder obtenir 
avantatges que, possiblement, no s'obtindrien amb una topologia en concret. La tipologia híbrida 
es una de les més utilitzada, ja que es fruit de la unió de diferents tipologies. Alguns exemples de 
tipologies hibrides serien: en arbre, estrella-estrella, bus-estrella, etc.  
La seva implementació ha estat fruit de la complexitat cada vegada major de les xarxes, o bé al 
augment del nombre de dispositius que conformen la LAN. Les xarxes híbrides tendeixen a tenir 
un cost més elevat, ja que compten amb diferents segments de diversos tipus fet que implica 
invertir en equips addicionals per a optimitzar la connectivitat.  
3.3. CANALS DE TRANSMISSIÓ 
El canal dins d'un sistema de transmissió és el medi físic pel qual viatgen els senyals. El medi físic 
és el situa en la primera capa del model OSI, és a dir, el nivell 1 dins del model de referencia. (11) 
 En funció del medi utilitzat per transmetre el senyal podem classificar el canal en dos grans grups, 
els medis de transmissió amb cable, o els medis de transmissió sense fils. 
El senyal que viatja pel canal de transmissió conté un ample de banda que ve determinat per la 
seva freqüència fonamental. La major part de l'energia en un senyal en binari es troba concentrada 
en l'ample de banda. En funció de l'ample de banda podem classificar dos tipus de senyal, els de 
banda base i els de banda traslladada. 
Els de banda base són els senyals els quals les seves freqüències són relativament petites. Aquestes 
són les més habituals en les xarxes d'ordinadors de velocitats fins a 100Mbps. En canvi, quan els 
components del senyal es troben al voltant d'una freqüència alta es parla de banda traslladada. 
Aquests tipus de senyals són per exemple les comunicacions per fibra òptica, que s'utilitzen per a 
transmissions de velocitat elevada, aproximadament des de 1Gbps. 
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Actualment els medis sense fils utilitzen els senyals de radiofreqüència, microones o bé senyals 
lluminoses com el làser o els infrarojos per a transmetre les dades des d'un emissor a un receptor. 
En canvi, les xarxes amb cable utilitzen la conductivitat elèctrica per tal de transmetre els senyal. 
Els cables que s'utilitzen en les xarxes guiades donen unes prestacions o unes altres en funció del 
material conductor i la tecnologia que utilitza. Dins dels mètodes de transmissió per cable els més 
comuns són tres. 
CABLE COAXIAL 
 Aquest tipus de cable s'utilitza per a transmetre senyals 
d'alta freqüència. Aquest està format per diverses capes, 
primerament el nucli central el conforma un cos conductor 
que s'encarrega de transmetre el senyal. Envoltant el nucli 
hi ha una capa aïllant que actua com a dielèctric, i per últim 
l'aïllant està envoltat per una malla que actua com a 
blindatge. Aquesta malla es d'un material conductor el qual 
permet actuar com a referencia elèctrica per així disminuir 
les distorsions del senyal, aquesta malla està coberta d'un material plàstic que aïlla i recobreix tot 
el cable. 
Aquest tipus de cablejat, gràcies a la seva estructura coaxial aconsegueix un millor aïllament de les 
distorsions. (12) 
FIBRA ÒPTICA 
Actualment la fibra òptica és el mètode de transmissió més avançat i cada vegada s'utilitza més en 
les xarxes.  
Aquesta està composta per una fibra cilíndrica recoberta per una capa concèntrica de revestiment.  
El revestiment permet protegir el senyal de les interferències elèctriques externes, gràcies a això 
la transmissió de dades és més ràpida ja que el senyal no s’atenua ni es perd com passa amb els 
cables de coure.  
Figura 8: Estructura interna d'un cable coaxial 
(102) 
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Degut  que proporcionen una millor qualitat de transmissió i també a la seva naturalesa, les xarxes 
de fibra òptica són molt més costoses que les xarxes de coure . 
Aquest tipus de cable treballa mitjançant polsos de llum que es transmeten a través de fibres de 
cristall o plàstic.  
El fet que la informació es transmeti mitjançant llum, permet que es pugui recórrer grans 
distàncies sense que el senyal es vegi alterat ni hagi de ser amplificat. (13) 
Les freqüències de senyal amb les que treballa la fibra òptica es de l'ordre de 1014 i 1015 Hz, fet que 
fa que les interferències electromagnètiques externes gairebé no distorsionin la informació. 
En funció de la propagació del feix de llum es distingeixen dos tipus de fibra òptica: (14) 
• Monomode: La finestra per on passa el feix de llum es més estreta que en el cas de la fibra  
multimode (Diàmetre de la magnitud de la pròpia longitud d'ona), això permet que només 





• Multimode: El diàmetre pel que passa el feix de llum es major que en el cas de la fibra 
monomode, això permet que la llum es reflecteixi, ja que el índex de reflexió del nucli es 




Figura 9: Feix de llum en fibra monomode (97) 
Figura 10: Feix de llum en fibra multimode (97) 
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CABLE DE PARELL TRENAT 
El cable de parell trenat consisteix en un conjunt de cables de coure creuats entre sí de forma 
helicoïdal. El fet d'estar encreuats permet atenuar el soroll, això es degut a que quan els dos cables 
s’entrellacen les ones que ambdós cables generen es cancel·len, pel que la interferència produïda 
pels dos s'anul·la i per tant s'aconsegueix una millor transmissió del senyal. A major nombre 
d'encreuaments per unitat de longitud menor és la 
diafonia1.  
Hi han tres  tipus de cablejat de parell trenat, el 
apantallat o STP, el sense apantallar o UTP i el parell 
trenat amb pantalla global o FTP. 
El cablejat apantallat o  Shielded Twisted Pair  (STP) és 
similar al cablejat sense apantallar o Unshielded 
Twisted Pair (UTP)  però en el cas del STP cada par 
conté una capa protectora a més a més d'una làmina 
de coure o alumini trenat al voltant del conjunt de 
parells que permet reduir el soroll elèctric. Degut a la 
seva naturalesa, aquest tipus de cablejat sol ser més car i menys maniobrable que el cable UTP. 




1 Soroll que apareix en el senyal a causa d’acoblaments magnètics. 
FTP 
Figura 11:Tipus de cables de parell trenat (105) 
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Per aquest tipus de cables existeixen dos tipus de classificacions. Segons categoria i segons classe. 
En quant a categoria cada una d'elles especifica unes característiques elèctriques del cablejat. En 
canvi les classes cada una d'elles especifica les distàncies permeses i l'ample de banda. 
La velocitat de transmissió del senyal va molt lligada a les característiques del cablejat, ja que cada 
tipus de cable presenta unes característiques diferents. 
Una característica molt important a tenir en compte és l'ample de banda que pot suportar, ja que 
aquest es defineix com al rang de freqüències al qual es pot transmetre informació de forma 
efectiva. Es per això que la relació entre la freqüència i la velocitat de transmissió tenen una relació 
directe, es a dir, a més ample de banda major velocitat de transmissió possible. Per aquest motiu 
en funció del cablejat el senyal pot viatjar a una velocitat o a una altre.  
A  més a més, el blindatge emprat en cada tipus de cable no es el mateix i la senyal es veu sotmesa 
a interferències, pel que per poder evitar-les el cablejat té una longitud màxima per la qual pot 
garantir la qualitat de la transmissió. Si es supera la distancia màxima el senyal s’atenua i la 
transmissió no es òptima. (15) 
3.4. QUE ES LA CAPA OSI  
Com hem mencionat en punts anteriors internet està formada per una gran xarxa de terminals 
(CTE) a gran escala que permet intercanviar informació a nivell mundial. Aquests terminals es 
poden comunicar entre ells degut que estan tots units a través de connexions, ja poden ser sense 
fils com poden ser les senyals de radiofreqüència o bé connexions per cable o telefòniques.  
Gràcies al llenguatge universal que utilitzen i als protocols pels quals es regeixen, diferents 
ordinadors i terminals del món poden entendre's sense importar la distancia ni l'idioma del país 
on es troben.  
Tots els equips que conformen la xarxa han de regir-se per les mateixes normes, és a dir, han de 
seguir el mateix protocol, ja que en cas contrari seria impossible establir una comunicació entre 
ells. Es per això que en el món de les telecomunicacions existeix una sèrie de normatives 
estandarditzades que permeten la comunicació.  
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Actualment existeixen dos tipus de models de referència on es  recullen aquestes normatives. Un 
és protocol estandarditzat mundialment conegut com a protocol OSI i l'altre és el protocol TCP/IP. 
El protocol de referència d'Interconnexió de Sistemes Oberts (OSI) va ser creat per la organització 
internacional d’estandardització al 1984. Aquest va proporcionar un conjunt de normes que van 
permetre una millor compatibilitat i interoperabilitat entre diferents equips i tecnologia. Aquest 
fet ha convertit aquest protocol en un model de referència principal en les telecomunicacions. 
(16) 
En l'actualitat les xarxes es classifiquen en funció del nivell al que es duu a terme la comunicació, i 
ara mateix hi ha dues maneres de classificar els nivells, una és amb el model OSI, i l'altre es amb el 
model TCP/IP. En el cas del model OSI es divideix la transmissió de dades en 7 nivells o capes 
diferents. En el cas del model TCP/IP es redueix solament a 4 nivells. (17) 
Nivells del model OSI: (18) 
NIVELL 7: Aplicació 
És el nivell més alt del model OSI i és l'encarregat de fer d'interfície entre l'usuari i la xarxa, es a dir, 
interacciona directament entre programes d'aplicació i els usuaris mitjançant l’ús de protocols 
d'alt nivell que engloben funcions com representació i codificació.  
NIVELL 6: Presentació 
El sisè nivell del model OSI es la capa de presentació. Aquesta respon a peticions de la capa 
d'aplicació (Nivell 7). 
Aquesta capa s'encarrega de lliurar i formatjar la informació abans de que es presenti a la capa 
d'aplicació i arribi al usuari.  Els protocols que s'apliquen en aquesta capa s'encarreguen de 
gestionar les dades abstractes i convertir-les als modes de representació necessàries per a la seva 
interpretació. 
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NIVELL 5: Sessió 
En el cinquè nivell del model OSI es troba la capa de Sessió. En aquesta capa es proporcionen 
mecanismes per tal de mantenir, controlar i establir la sessió entre dos sistemes finals.  
Aquesta capa proporciona  diferents serveis per tal d'evitar la interrupció de la transmissió. Com 
per exemple el control de concurrència, que evita que es duguin a terme dues comunicacions a 
l'hora per tal d'evitar col·lisions.  
Així mateix en aquesta capa s'utilitzen marcadors de situació que permeten restablir la connexió 
davant d'una interrupció en la comunicació. Aquests marcadors permeten recuperar les trames 
de dades perdudes sense haver de reenviar altre cop tota la informació. 
NIVELL 4: Transport 
En el quart nivell del model OSI trobem l'anomenada capa de transport. Aquesta té com a funció 
garantir la transmissió  completa de la informació. 
Així mateix aquesta capa proporciona una transferència transparent de dades entre sistemes finals 
o hosts i és responsable de la recuperació d'errors i el control del flux d'extrem a extrem.  
NIVELL 3: Xarxa 
La capa 3 del model OSI és l’anomenada capa de xarxa.  
L'enrutament i el reenviament són funcions d'aquesta capa, així com la connexió a Internet, el 
maneig d'errors, el control de la congestió, la seqüenciació de paquets i la traducció d’adreces 
lògiques a físiques.  
Per tal de establir connexions és necessària la creació de taules d’enrutament. Aquestes són un 
conjunt de taules que utilitzen els equips de capa 3 per tal de poder determinar les rutes des de 
l'origen fins al node final. Les taules d'enrutament permeten saber les adreçes IP i els salts que ha 
de fer una trama de dades per tal d'arribar al node de destí.  
  
Disseny De Les Xarxes De Dades Dels Centres Sanitaris De L'illa De Santiago  
  Cristina Caso Roso 
  39 
NIVELL 2: Capa d'enllaç 
El nivell 2 del model OSI és l'anomenada capa d'enllaç, que és l'encarregada de distribuir els 
paquets de dades entre els nodes de la xarxa. Aquesta capa és capaç de dur a terme la transmissió 
de dades i fins i tot corregir errors que succeeixen en la capa física. Per tal de poder dur a terme 
aquestes funcions les trames de dades en aquest nivell es fragmenten i es divideixen en blocs 
enumerats, d'aquesta manera es pot determinar quina trama d'informació s'ha perdut en el cas 
que no arribin totes les trames de dades al node final. 
NIVELL 1: Capa física 
En aquest nivell del model OSI tenim la capa física. Aquesta capa és l'encarregada de dur a terme 
totes les funcions mecàniques i elèctriques per a la connexió dels equips de xarxa. Aquest nivell 
contempla el cablejat físic, connexions i equipaments que la conformen. 
El model TCP/IP està format per un conjunt de protocols que cobreixen els diferents nivells del 
model OSI. Ambdós models permeten la comunicació entre diferents dispositius encara que 
aquests siguin diferents. (19) 
Els protocols que conformen el model TCP/IP són bàsicament el protocol Transmission Control 
Protocol (TCP) i el Internet Protocol (IP) que són els que donen nom al propi model. 
MODEL 
OSI 
Nivell 7: Capa d'Aplicació 
Nivell 4: Capa d'aplicació 
MODEL 
TCP/IP 
Nivell 6: Capa de presentació 
Nivell 5: Capa de sessió 
Nivell 3: Capa de transport 
Nivell 4: Capa de transport 
Nivell 3: Capa de xarxa Nivell 2: Capa d'Internet 
Nivell 2: Capa d'enllaç 
Nivell 1: Capa d'accés 
Nivell 1: Capa física 
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Taula 2: Comparativa model OSI i model TCP/IP (20) 
En una xarxa de dades hi ha molt elements, i cadascun té una funció diferent dins de l'estructura. 
Aquesta funció ve determinada per el nivell al que treballa l'equip, és a dir, les funcions que duen 





La funció principal dels routers és enviar i encaminar trames de dades 
d'una xarxa a una altre, és a dir, interconnectar diferents subxarxes LAN. 
Aquests equips treballen a nivell de xarxa o altrament dit nivell tres del 
model OSI i són aquells dispositius que proporcionen connectivitat.  
MULTILAYER 
SWITCH 3 
Aquest tipus de Switch es un equip que opera a capa 2 com la resta de 
Switch però que té la capacitat de dur a terme certes funcions extres de 
capes OSI superiors. Aquests equips combinen protocols de capa 2, 3 i 
inclús capa 4 per tal de dur a terme funcions com enrutament, tràfic de 
dades i distribució. 
TARGETA DE 
XARXA 3 
Es una targeta que s'incorpora a un DTE que permet que aquest equip 
es comuniqui amb diferents dispositius. 
SWITCH 2 
També s'anomena commutador i es un equip que permet 
interconnectar dos o més hosts. Els switch fan de pont d'enllaç i 
retransmeten les dades des del node d'origen al node de destí. Aquests 
dispositius guarden en una taula totes les adreçes MAC dels dispositius 
que tenen connectats, d'aquesta manera són capaços de determinar 
cap a on han de enviar les dades. 
HUB 1 
També s'anomenen concentradors i permeten agrupar un conjunt de 
dispositius de xarxa en un mateix segment. Aquests dispositius actuen 
a nivell 1, és a dir, únicament reben un senyal que posteriorment 
repeteixen per tots els seus ports. 
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BRIDGE 2 
També anomenat pont de xarxa. Aquest dispositiu divideix i alhora 
connecta dos segments d'una mateixa xarxa. El bridge transfereix dades 
en funció de la direcció física de destí de cada paquet. Com els switch 
els bridge també tenen una taula amb les direccions MAC de els 
dispositius que conformen la xarxa.  
REPETIDOR 1 
Son dispositius electrònics que a partir de la recepció d'un senyal el 
retransmeten i l'amplifiquen. 
Taula 3: Tipus d'equips i capa OSI  en la que treballen (21) 
3.5. PROTOCOL IP 
El protocol IP és el protocol principal de la capa 3 del model OSI. A més a més de fer possible 
l'enrutament entre xarxes aquest protocol s'encarrega de fragmentar i unir unitats de dades 
anomenades datagrames.  
Les direccions IP tenen la funció d'identificar de manera única a tots els nodes i terminals (DTE) de 
la xarxa mitjançant adreces. Aquestes adreces úniques permeten la comunicació entre hosts 
independentment de la ubicació d'aquests. 
Les adreçes IP que actualment tenen més ús són les anomenades IPv4 que estan formades per 32 
bits. Així mateix també existeix l'anomenada IPv6 que compta de més direccions, ja que esta 
formada a partir de trames de 128 bits. (22) 
Les adreces IPv4 estan formades per 4 grups de 8 bits i tenen una estructura de l'estil 192.168.1.1.  
Degut que a les telecomunicacions les trames de dades es codifiquen en binari els rangs de valors 
que poden prendre aquests grups van entre 0 i 255.  
𝑉𝑎𝑙𝑜𝑟 𝑚í𝑛𝑖𝑚 =  20 − 1 =  0 
𝑉𝑎𝑙𝑜𝑟 𝑚à𝑥𝑖𝑚 =  28 − 1 =  255 
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Una direcció IP es divideix en dues parts, la primera fa referència a la xarxa a la que pertany mentre 
que la segona fa referència al propi host. Les direccions IPv4 es cataloguen en tres classes, en 
funció del número de bits que es destinen a la identificació de xarxa. (11) 
CLASSE RANG D'IP XARXES 
POSSIBLES 
DESCRIPCIÓ 
A 0.0.0.0 - 127.255.255.255 126 Destinen només 8 bits al camp 
de xarxa. 
B 128.0.0.0 - 191.255.255.255 16.384 Destinen 16 bits al camp de 
xarxa 
C 192.168.0.0 - 223.255.255.255 2.097.152 Destinen 24 bits a camp de 
xarxa. 
Taula 4:Classes de direccions IP (23) 
Les adreces IP es poden dividir en xarxes més petites anomenades subxarxes. Aquestes 
subdivisions permeten fragmentar una xarxa en milers de més petites, això permet tractar cada 
una d'aquestes divisions com a una xarxa independent. Per tal de poder dur a terme aquesta 
subdivisió el que es fa a nivell de dades és destinar una petita porció dels bits de host a identificar 
la nova subxarxa creada. 
La quantitat de bits cedits a subxarxa pot variar, aquest fet impacta directament a la màscara de 
la xarxa. La màscara s'encarrega d'indicar quantes direccions IP disposa aquella xarxa. En el cas 
que la màscara ens indiqui que només hi han disponibles 256 direccions només es podran 
connectar 254 dispositius, ja que hi ha les direccions reservades per a xarxa i per a broadcast. En 
el cas de xarxa són aquelles que acaben en 0 i en el cas de broadcast són aquelles que acaben en 
256. 
Les màscares tenen el mateix format que les adreçes IP, però en aquest cas els elements 
representatius són els bits destinats a xarxa i subxarxa, és a dir comptabilitzen a 1 tots aquells bits 
no destinats a host i a 0 tots aquells que sí estan destinats a host. Tot i així les màscares també es 
poden representar com un valor, i no com a 4 grups de bits.  
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4. ANTECEDENTS 
Actualment les telecomunicacions estan en un constant procés de evolució, i es que en els últims 
anys les xarxes de comunicació han tingut uns grans avanços, si ens fixem no gaires anys enrere i 
comparem la tecnologia que tenim avui en dia amb la tecnologia de la que disposàvem llavors 
podrem ser conscients de la gran evolució que està patint aquest sector. Es per aquest motiu que 
actualment podem trobar diferents xarxes de dades, ja que a mesura que passen els any l'antiga 
tecnologia va quedant obsoleta degut que cada cop els requeriments de xarxa són més grans, ja 
que tant els aparells com les necessitats evolucionen. Degut a aquest fet podem trobar diferents 
dissenys de xarxa en funció de la infraestructura en la que ens trobem. (24) 
En aquest projecte es pretén crear una xarxa amb nova tecnologia que permeti cobrir les 
necessitats actuals del sistema sanitari de Cabo Verde així com optimitzar els costos i garantir la 
seva utilitat amb el pas del temps. Per tal de poder assegurar que amb els anys es podrà seguir 
utilitzant la xarxa dissenyada és important que l'estructura sigui fàcilment adaptable a les noves 
necessitats que presenti el moment. 
Un altre dels objectius principals en el disseny d'aquest projecte es garantir la seguretat de les 
dades que viatgen i s'emmagatzemen en aquest sistema per fer-ho es compliran les lleis adients 
de protecció de dades (RGPD). (25) 
Actualment a Santiago, una de les illes que conformen l’arxipèlag de Cabo Verde, tenim el hospital 
regional de Santiago, ubicat al municipi de Terrafal, al nord de la illa. Aquest Hospital va ser 
construït a l'any 1960, pel que degut a la condició econòmica del país i l'antiguitat del centre la 
seva estructura de xarxa ha estat readaptada amb el pas dels anys, pel que presenta una 
tecnologia diversa i per això en ell es poden trobar diferents tipus de cablejat i equipament. 
En aquest projecte es pretén plasmar una solució integrada de 3 infraestructures sanitàries, 
aquestes són fictícies, pel que tant els plànols com l'equipament seran dissenyats des de zero. 
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Els centres sanitaris s’ubicaran a tres municipis diferents de l'illa, un dels  centres de salut  estarà 
situat a la ciutat de Praia, l'altre estarà situat al municipi de Santa Catarina i per últim el centre 
d'atenció primària estarà situat al municipi de Santa Cruz. 
 
Figura 12: Mapa de situació dels centres de Salut (92) 
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5. POSSIBLES SOLUCIONS 
Degut que els usuaris de la xarxa depenen d'ella per tal de poder accedir a una gran part de 
informació de manera fiable la xarxa ha de ser flexible. 
La funció bàsica de la xarxa és proporcionar un transport eficient i eficaç davant de possibles 
congestions temporals de tràfic. La xarxa ha de ser capaç de redistribuir aquest tràfic de manera 
intel·ligent per tal de poder optimitzar la connectivitat i per tal de fer  aquesta gestió intel·ligent la 
xarxa ha de comptar amb una seu central o un lloc remot que ofereixi la priorització i les cues de 
trànsit de dades juntament amb les rutes més eficients possibles. 
Tal com s'ha comentat anteriorment avui dia hi ha una gran diversitat d'opcions en el camp de les 
telecomunicacions pel que escollir la millor opció en funció de les necessitats no es una tasca fàcil 
de dur a terme. Per tal d'escollir la tecnologia idònia s'ha de pensar en perspectiva, considerar les 
necessitats actuals i futures així com buscar la opció més rentable. 
Tal com s'ha citat en el marc teòric existeixen dos tipus de xarxes LAN, les xarxes sense fils i les 
xarxes cablejades. (26) 
5.1. POSSIBLE DISSENY D'UNA XARXA SENSE FILS  
Una de les possibles solucions que es podrien implementar seria les xarxes sense fils, i es que 
aquestes utilitzen ones per tal de transmetre les dades sense la necessitat d'utilitzar cables i 
proporciona una connectivitat de igual a igual (peer to peer), això permet la mobilitat dels 
terminals, ja que no cal estar connectat a una presa de xarxa, així com reduir el cost del cablejat, 
ja que no seria necessària la instal·lació de canaletes, rosetes, i cables pel que el cost de la 
instal·lació d'una xarxa WLAN es limitaria al cost dels dispositius.  
Tot i presentar aquestes avantatges les xarxes cablejades són més fiables i segures, ja que les 
xarxes WLAN són, més susceptibles a les interferències, pel que en un entorn sanitari on hi ha gran 
abundància de equips i personal seria un punt crític per a la transmissió òptima de les dades.  
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A més a més una de les grans desavantatges d'aquests tipus de xarxes és la seguretat, i es que 
qualsevol persona podria arribar a connectar-se a la xarxa i inclús accedir a les dades si no es 
disposen de mesures de seguretat adients. (27) 
AVANTATGES INCONVENIENTS 
Mobilitat Més susceptible a interferències 
Fàcil instal·lació Menys ràpida que altres cablejats 
Flexibilitat Menys segura 
Reducció de costos  
Taula 5:Avantatges i inconvenients  de les xarxes sense fils (10) 
Tot i que existeixen protocols i mesures de seguretat que procuren evitar els atacs en aquests tipus 
de xarxes cal destacar que degut a que en aquest projecte es planteja una solució per a un entorn 
sanitari és indispensable mantenir la confidencialitat de les dades que es tracten. 
Algunes de les solucions que es presenten en relació al problema de seguretat de les xarxes 
WLAN són les següents: 
• WEP: Es tracta de un sistema de xifrat de dades que està inclòs al estàndard IEEE802.11 
com a protocol per a les xarxes sense fils. Per tal de poder accedir a la informació amb 
aquest protocol de seguretat és necessària la autenticació del equip, ja sigui amb sistema 
obert o bé amb clau compartida.  
o L'any 2001 es va detectar que aquest tipus de protocol de seguretat era fàcilment 
vulnerable, per aquest motiu un temps més tard es reemplaçar el protocol WEP 
per el protocol WPA que pretenia arreglar els problemes de seguretat que no el 
WEP no arreglar. (28) 
• WPA: Aquest tipus de protocol de seguretat emmagatzema les credencials i les 
contrasenyes dels usuaris sota un servidor permetent crear una sola clau compartida per 
als dispositius que formin part de la mateixa xarxa. (29) 
Després d'observar els problemes de seguretat que presenten aquests tipus de xarxes per aquest 
motiu i per tal de complir amb el marc de la legislació actual no s'emprarà aquest tipus de xarxa 
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en el projecte, tot i així i extern al sistema s’empraran punts d’accés al públic que no tractaran 
dades personals, ni sanitàries. 
5.2. POSSIBLE DISSENY D'UNA XARXA CABLEJADA 
Després d'haver descartat la opció de dissenyar una xarxa sense fils es necessari el procés de 
selecció del cablejat que s'emprarà a les infraestructures. 
Per tal de poder escollir la millor opció cal tenir en compte diverses variables, entre d'elles les 
distàncies a les que es trobaran els equips, ja que tal i com s'explica en apartats anteriors cada 
cablejat te la capacitat de suportar unes distàncies màximes o unes altres en funció de la seva 
naturalesa. Es per això que per tal de poder escollir la opció més òptima serà necessari avaluar a 
fons les avantatges i els inconvenients tant dels cables de parell trenat com de la fibra òptica.  
TECNOLOGIA VELOCITAT DE 
TRANSMISSIÓ 
TIPUS DE CABLE DISTANCIA 
MÀXIMA 
10Base2 10 Mbit/s Coaxial 185 m 
10BaseT 10 Mbit/s Parell trenat 100 m 
10BaseF 10 Mbit/s Fibra òptica 2000 m 
100BaseT4 100 Mbit/s Parell trenat (Cat. 3 UTP) 100 m 
100BaseTX 100 Mbit/s Parell trenat (Cat. 5 UTP) 100 m 
100BaseFX 100 Mbit/s Fibra òptica 2000 m 
1000BaseT 1000 Mbit/s (Cat. 5e o 6 UTP ) 100 m 
1000BaseSX 1000 Mbit/s Fibra òptica (multimode) 550 m 
1000BaseLX 1000 Mbit/s Fibra òptica (monomode) 5000 m 
Taula 6:Característiques de cada cablejat (30) 
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Per tal de poder cobrir les necessitats dels centres caldrà escollir un cablejat que tingui una 
velocitat de transmissió adient, ja que degut al constant creixement i evolució de les tecnologies 
si seleccionéssim un cablejat de menor velocitat correríem el risc de que quedés obsolet en un 
temps més reduït. Per aquest motiu descartem el cable coaxial, ja que com es mostra en la taula 
6 aquest tipus de cable té una velocitat de transmissió molt baixa per a les necessitats que s'han 
de cobrir. Davant d'aquesta decisió hem de sospesar entre un cable de parell trenat  o bé fibra 
òptica. 
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6. DISSENY CONCEPTUAL DE LA XARXA 
Les LAN són infraestructures de xarxa que interconnecten i proporcionen accés als serveis de 
comunicació per als usuaris i dispositius de la xarxa. 
La xarxa del sistema sanitari de Santiago es crea a partir de la interconnexió d'un grup de xarxes 
LAN disposades a una petita regió geogràfica. 
A continuació es mostra de manera detallada  la solució escollida i en els següents punts s'indica 
la connexió pensada per al projecte, el diagrama de xarxa que es seguirà i el disseny proposat.  
6.1. OPCIÓ PROPOSADA 
En aquest cas s'ha optat per implementar en les infraestructures dels centres sanitaris una xarxa 
d'àrea local cablejada, ja que es un mètode més robust i ràpid i  permetrà donar un servei segur a 
tots els equips de la xarxa. Mitjançant el disseny d'una xarxa cablejada evitem problemes de 
seguretat i vulneració de la llei de protecció de dades degut a atacs externs. 
Tot i així els tres centres compten amb l'existència de Access Point1, que permetrà donar accés a 
internet al públic mitjançant una àrea d'accés privat i completament aliena a la xarxa sanitària 
evitant així que un host extern entri a dins de la nostre LAN. (31) 




1 Altrament dit, punt d'accés sense fils.  És un dispositiu de xarxa que permet connectar dispositius a la xarxa sense 
necessitat de cables. 
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Seguidament s'exposen les característiques tècniques de la solució final concebuda per aquest 
projecte. 
6.1.1. MEDI FÍSIC DE TRANSMISSIÓ DE DADES A LA XARXA LAN 
Tal i com s'ha fet referencia en el apartat "Possibles solucions" el cablejat amb el que s'ha valorat 
dur a terme aquest projecte és o bé la fibra òptica o bé el cable de parell trenat. 
En el cas de la fibra òptica s'ha descartat la fibra òptica monomode, ja que les distàncies a recórrer 
no són tant grans com per ser necessària la seva implementació. A més a més cal destacar que tot 
i que el cost dels cables de fibra monomode o multimode són aproximadament el mateix, el cost 
dels sistemes multimode són molt més econòmics que els sistemes monomode, ja que els 
transceptors multimode i els seus components tenen un preu més reduït, pel que finalment la 
fibra multimode és de dos a tres vegades més econòmica que la fibra monomode. 
En quant al cablejat de parell trenat, les categories marquen la velocitat màxima i la freqüència de 
treball que proporciona cada tipus. En el cas de la categoria 5 ja no està reconeguda per la TIA/EIA 
i la seva velocitat màxima és de 100Mbps. Cada cop està més en desús, pel que no s'emprarà per 
aquest projecte.  
Existeix també la categoria 5e i actualment és la més utilitzada. Tot i així poc a poc està sent 
substituïda per categories superiors. 
Per últim tenim la possibilitat d'emprar el cablejat de categoria 6 actualment utilitzat en xarxes de 
velocitats de 1000Mbps.  
Una vegada enumerades totes les avantatges de cada tipus de cable s'han valorat les opcions més 
adients que permeten cobrir les necessitats del projecte.  
Una de les variables que s'han tingut en compte es el cost del cablejat, ja que al dissenyar una 
xarxa cablejada aquest és un element molt important a tenir en compte. 
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CABLEJAT VELOCITAT DISTÀNCIA 
CAT 5e 1000 Mbps 100 m 
CAT 6 1000 Mbps 100 m 
FIBRA ÒPTICA MULTIMODE 1000 Mbps 550 m 
Taula 7:Característiques del cablejat pre seleccionat (32) 
Tenint en compte que totes tres opcions suporten la mateixa velocitat màxima, que les 
infraestructures dels centres sanitaris no precisen cablejats gaire llargs i que la diferència de preu 
entre cables de parell trenat i fibra es considerable, s'ha descartat la opció d'utilitzar la fibra òptica 
en aquest projecte i degut a que els cables de categoria 5e i categoria 6 tenen un preu gairebé 
idèntic s'ha apostat per utilitzar el cable de major categoria, ja que aquest s'adaptarà millor a les 
noves necessitats dels centres. (14) 
6.1.2. SISTEMA DE DISTRIBUCIÓ DEL CABLEJAT DE LA LAN 
Per poder dur a terme la instal·lació del cablejat i dels equips de xarxa es necessari realitzar un 
anàlisi de quines són les possibilitats de canalització que ofereix el mercat en la actualitat per tal 
de poder escollir aquells que són més òptims per al projecte. 
• Per tal de poder triar les canalitzacions idònies aquestes hauran de seguir sempre les 
normatives i especificacions estàndards de cablejat recollides a la normativa ISO/IEC 11801 
i també la normativa EIA/TIA 568-A-5 per a cablejat UTP de categoria 5 o superior. (33) 
• El cablejat es distribuirà entre les sales a través d'un fals sostre per on viatjarà tot el 
cablejat. 
• El cablejat dins d'una mateixa sala tindrà una distribució horitzontal mitjançant cablejat 
UTP Categoria 6. 
• Els Patch Panel,  que serveixen com un element passiu de interconnexió de cablejat dins 
del propi Rack, han de ser de categoria 6. 
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• S’identificaran de manera visual totes les connexions, mitjançant etiquetes en el Rack i en 
els propis ports dels equips. 
• Les canalitzacions seran el més ocultes possible. 
• Les canaletes instal·lades seguiran  la norma  ANSI/EIA/TIA-569  que especifica la mida de 
les canaletes requerida segons el volum de cablejat que està previst que suportin. 
 
MESURA ESTÀNDARD DE LES CANALETES EN 
CM 








Taula 8:Tipus de canalització segons la norma ANSI/EIA/TIA-569 (34) 
Figura 13: Patch pannel de categoria 6a (93) 
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6.1.3. MÈTODES DE CONNEXIÓ A LA WAN 
Avui en dia existeix un gran ventall de possibilitats a l'hora de connectar-se a la xarxa WAN, tot i 
així per tal de fer-ho es imprescindible el paper del proveïdor d'internet, o altrament conegut com 
a ISP. Els ISP són empreses que es dediquen a proveir internet connectant usuaris mitjançant l'ús 
de diverses tecnologies, entre d'elles es destaquen les següents. (35) 
• RDSI: Xarxa digital de serveis integrats (36) 
• DSL: Conjunt de tecnologies que donen accés a internet mitjançant cable de parell trenat. 
(37) 
• Internet per satèl·lit:  Xarxa que utilitza el satèl·lits per a la transmissió de dades  
• Cablemòdem (CATV): Xarxa d’Internet per cable de TV. Aquesta tecnologia aprofita l'ample 
de banda que no s'utilitza en la xarxa de televisió per mitjà d'un cable coaxial. 
• Xarxa òptica síncrona: Xarxa que utilitza la fibra òptica com a mètode de transmissió. 
• HCF: Xarxa híbrida entre cable coaxial i fibra òptica 
A més a més de totes aquestes tecnologies utilitzades hi ha molts altres mètodes de commutació 
que permeten adaptar la transmissió a les característiques desitjades de cada client.  
En el nostre cas ens fixarem en el mètode  MPLS, ja que és el que més s'adapta a les necessitats 
d'aquest projecte, i es que quan s'utilitza la tecnologia MPLS la funció VPN permet que diversos 
llocs s'interconnectin mitjançant la xarxa del proveïdor de servei. (38) 
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Degut a la zona en la que es troben les nostres instal·lacions, i degut a que l’arxipèlag de Cabo 
Verde es comunica mitjançant una fibra òptica submarina subministrada per les empreses Cabo 
Verde Telecom i WACS en el nostre cas s'emprarà un cablejat de fibra òptica que permetrà 
interconnectar el Centre de Salut Principal de Praia, el centre de salut de Santa Catarina, el 




Figura 14:Mapa real  sobre el cablejat submarí fins la illa de Santiago (39) 
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6.1.4. DISTRIBUIDORS DE SERVEI D'INTERNET 
El proveïdor d'Internet serà l'encarregat de realitzar la instal·lació de la fibra òtica provinent de la 
WAN fins a un mòdem que s'encarregarà de transformar la senyal.  Aquesta connexió haurà de 
seguir les normatives que es dicten en el Real Decreto 346/2011, de 11 de marzo, que regula les 
infraestructures comunes de telecomunicacions per a l'accés als serveis al interior de edificacions. 
(40) 
La fibra òptica que ens proporcionarà el ISP arribarà a una roseta òtica i posteriorment serà 
connectada al mòdem. 
Cal afegir que es considera indispensable contractar una línia de Backup per tal de poder proveir 
de xarxa als centres sanitaris en cas que caigui la línia del ISP principal, per això s'optarà per 
contractar a un altre distribuïdor a poder ser que el recorregut que faci el seu cable de línia no 
sigui el mateix que el del operador principal, ja que en el cas de que la línia del operador principal 
experimenti un tall o un treball de manteniment també es veuria afectada la línia secundaria.  
Per tal de poder optar a una interconnexió de les diferents seus s'optarà per contractar una línia 
d'alta velocitat amb servei MPLS que ens possibilitarà la creació de xarxes privades IP permetent-
nos la comunicació entre els tres centres de salut i el data Center ubicat al municipi de Praia. 
El proveïdor principal serà AFR-IX Telecom, una empresa que treballa a diferents punts del 
continent Africà. Aquesta empresa utilitza el cable submarí WACS per a donar servei a l’Arxipèlag 
de Cabo Verde.  
El nostre distribuïdor secundari serà Cabo Verde Telecom, ja que aquest distribuïdor és el 
propietari de l'altre  cable submarí, pel que la connexió a la WAN es faria per dos recorreguts 
completament diferents. 
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6.2. DIAGRAMA DE XARXA 
El disseny d’aquestes LANs i en concret del sistema que interconnecta els centres de Salut de 
Santiago està basat en un model de disseny jeràrquic. Les capes que conformen aquesta jerarquia 
permeten a cada una d'elles implementar funcions específiques fet que simplifica el disseny i per 
tant la implementació i administració de la xarxa. 
El propi disseny de la xarxa està constituït per quatre LANs, una per a cada edifici que conforma la 
xarxa. Aquesta integra el Centre de Salut principal de Praia, el Centre de Salut de Santa Caterina, 
la clínica d'atenció primària de Santa Cruz i finalment el Data Center ubicat al terme municipal de 
Praia. 
Figura 15: Diagrama de xarxa emprat per al projecte (107; 71) 
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Tal i com es mostra en la imatge superior l'estructura de xarxa del projecte és clarament una  
topologia en forma d'arbre. S'ha escollit aquesta topologia, ja que cada node està connectat a un 
node superior del qual poden penjar altres nodes. D'aquesta manera la xarxa té molta facilitat 
d'expansió.  
Aquesta topologia presenta una sèrie d'avantatges que s'han considerat beneficioses per al 
disseny de la xarxa. 
AVANTATGES DESAVANTATGES 
Cablejat punt a punt per segments individuals Es requereix més cable que d'altres topologies 
Facilitat de resolució de problemes Si s’ensorra el segment principal tot el que 
depèn d'ell també s’ensorra. 
Molt més ràpida que d'altres topologies Té una configuració més complexa. 
Taula 9: Avantatges i inconvenients de la topologia de xarxa escollida (27) 
Aquest disseny escollit permet en tot moment crear i afegir nous elements a les LAN fet que 
permet que la xarxa s’ampliï de manera senzilla i homogènia. A més a més aquest disseny al 
estructurar la xarxa en mòduls facilita l'aïllament de falles i per tant permet que la recuperació de 
la xarxa sigui més senzilla. 
Un disseny de xarxa jeràrquic està format per tres capes. (41) 
• La capa d'accés: Que ofereix connexió directe a la xarxa als usuaris.  
• La Capa de distribució: Que uneix la capa d'accés i permet la connexió als serveis 
• Capa Central o capa nucli: Que ofereix la connectivitat entre les capes de distribució per 
als entorns de xarxes LAN grans. 
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En el disseny esquemàtic que podem veure a la figura 15 els elements de capa 2 del model OSI de 
la xarxa Sanitaria de Santiago  s'han distribuït de la següent manera: 
• Switch principal 
• Switch de planta 
• Switch secundari  
En el cas del centre d'atenció primària el switch principal connecta de manera directe amb els 
switch secundaris, en canvi en el cas dels dos  centres de salut  el switch principal connecta amb 
dos switch de planta i aquests connecten amb els switch secundaris. 
6.2.1. CAPA D'ACCÉS 
La capa d'accés és per on els dispositius d'usuari i altres terminals es connecten a la xarxa. Aquesta 
capa ofereix connectivitat tant per cable com sense fils (Access Point) i conté característiques i 
serveis per tal de garantir la seguretat i recuperació de la connectivitat. 
En el nostre disseny els components que conformarien la capa d'accés serien els switch secundaris  
que es troben a cada planta del centre i que connecten els equips finals. 
  
Figura 16: Esquema de la capa d'accés en una xarxa jeràrquica (41) 
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6.2.2. CAPA DE DISTRIBUCIÓ 
En altres xarxes LAN més petites moltes vegades només necessiten dos de les tres capes 
jeràrquiques, ja que la capa de distribució i la de nucli es fusionen en una sola. En el nostre cas 
com les xarxes LAN són grans requereixen d'una capa de distribució exclusiva per a compartir la 
connectivitat entre els dispositius de la capa d'accés. 
A mesura que la LAN creix la capacitat de connectar-se a un sol switch de la capa de distribució fa 
més difícil administrar la xarxa, es per això que en el nostre cas en els  centres de salut   aquesta 
capa la conformen diversos dispositius. 
En el disseny del sistema sanitari de Santiago els dispositius de capa 2 que conformen la capa de 
distribució serien els switch de planta. 
  
Figura 17: Esquema de la  capa de distribució en una xarxa jeràrquica (41) 
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6.2.3. CAPA CENTRAL O NUCLI 
Degut que les xarxes creixen més enllà de la pròpia LAN, és a dir,   es connecten amb altres xarxes 
LAN més petites i conformen una estructura de xarxa interconnectada o xarxa MAN és necessària 
la existència d'una capa de nucli central per tal de poder optimitzar el disseny. La capa de nucli 
central es una peça clau per tal de poder fer escalable la xarxa.  
Així com la capa de distribució aporta els dominis de control de falles, el nucli central representa 
la connectivitat ininterrompuda entre les diferents parts dels sistema. 
En el nostre cas, tal i com es mostra en la imatge superior el nucli de la nostra xarxa seria el Centre 
de Processat de dades o Data Center, on es situen tots els servidors, i actua com a pont 
d'interconnexió dels tres centres sanitaris. (42) 
Figura 18: Esquema de la capa central o nucli d'una xarxa jeràrquica (41) 
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7. DISSENY DE XARXA 
El disseny per a la implementació de la xarxa que tindrà aquest projecte es dividirà en dos blocs, 
el disseny de xarxa que seguiran els  centres de salut , tant el de Praia com el de Santa Caterina, i 
el disseny que seguirà el centre d'atenció primària de Santa Cruz. 
Tal com s'ha comentat anteriorment aquest és un projecte fictici, pel que les instal·lacions que es 
plantegen no són reals. 
Per tal de poder definir i donar forma al projecte primerament s'ha hagut de dissenyar els plànols 
dels tres centres que intervenen en aquest treball, en aquests plànols únicament es tenen en 
compte aquells requisits indispensables per al propi desenvolupament de la xarxa de dades. 
Els dos  centres de salut  han de ser de 1000 m2 amb tres plantes hàbils, mentre que el centre de 
Salut ha de ser de 500 m2 amb solament una planta baixa hàbil. 
Els plànols de tot el projecte  es troben en l'apartat 1 de l'Annex I d'aquest TFG. 
7.1. INSTAL·LACIONS 
Les instal·lacions dels centres s'han dissenyat intentant en tot moment que el disseny sigui el més 
similar possible a un centre de salut real. Així mateix s'ha procurat que el disseny sigui el semblant 
possible entre els centres de salut del projecte. 
Vestíbul:  
El vestíbul i passadissos dissenyats són espais amplis que permeten el pas de llits i cadires de rodes, 
les separacions i portes que contenen són d'obertura automàtica per tal de facilitar el tràfic de llits 
i cadires. 
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Àrea d'administració: 
Es situen en els vestíbuls, no enfrontades amb les portes d'accés per tal d'evitar l'entrada de 
corrents d'aire. Aquesta àrea conté taules de informació dotades d'equips informàtics connectats 
a la xarxa i a impressores. 
La funció d'aquesta àrea es la atenció al públic i la gestió de cites mèdiques. 
Àrea clínica: 
En aquesta àrea es situen les consultes mèdiques, així com les sales d'extracció, les consultes de 
cirurgia menor, els box d'urgència i les sales de procediments diagnòstics i terapèutics. Totes les 
consultes comptaran d'equips informàtics connectats a la xarxa del sistema. 
Consultes de cirurgia menor: 
Degut al nombre d'habitants de la illa de Santiago s'han habilitat espais per a consultes de cirurgia 
menor. 
7.1.1. SALES DELS CENTRES 
Tant  el centre de salut de Santa Caterina com el centre de salut principal de Praia tindran 
exactament el mateix plànol amb les mateixes especificacions tècniques. Aquests dos  centres de 
salut  estaran formats per tres plantes de aproximadament 500 m2 cada una. 
Els  centres de salut  comptaran amb una zona d'urgències i una zona de visites ordinàries, 
aquestes dues zones estaran separades i els usuaris hauran d'accedir-hi per portes diferents. 
Tots dos  centres de salut  estaran habilitats per a persones de mobilitat reduïda, i els ascensors i 
escales de emergència compliran amb la normativa estàndard. 
Hi hauran dos tipus de elevadors, el de ús públic, que permet als usuaris del centre  pujar i baixar 
les plantes del edifici, i el d'ús restringit o privat, que permetrà als professionals de la salut moure's 
per el centre així com traslladar llits d'una planta a una altre. 
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Seguidament s'explica amb més profunditat el disseny emprat amb cada sala que conforma 
l'arquitectura dels  centres de salut  i els criteris que s'han seguit per tal de confeccionar aquesta 
estructura. 
SALA ESPECIAL DE CIRUGIA MENOR: 
En els dos  centres de salut  que conformen el projecte s'han dissenyat espais per a cirurgies 
menors. En aquestes sis sales hi ha punts de xarxa per a proveir d'accés a internet als especialistes 
mèdics en cas de voler connectar un equip de xarxa. 
SALES D'ESPERA: 
En totes les plantes hi ha l'existència de sales d'espera que permeten als acompanyants o bé als 
propis pacients esperar mentre es duen a terme les tasques mèdiques pertinents en el centre. 
Aquest tipus de sales no tenen connexió a la xarxa, però des d'elles els usuaris poden connectar-
se a la xarxa d’accés al públic que els permet navegar per internet sense posar en risc el sistema. 
SALA DE TELECOMUNICACIONS: 
En totes les plantes dels centres hi ha una sala on estan ubicats els equipaments. Aquests equips 
estan situats dins un armari especial anomenat Rack. En aquestes sales es imprescindible 
l'existència d'una climatització adequada, ja que els dispositius de xarxa, degut que funcionen 
sense descans molta de l'energia que consumeixen la transformen en calor, per aquest motiu i per 
tal d'evitar un sobreescalfament dels dispositius es necessita habilitar un bon sistema de 
climatització en aquestes sales. 
Aquestes sales, segons la normativa TIA-EIA-568 han de complir amb una mida específica en funció 
de la superfície de la planta a la que es troben. En el nostre cas degut que cap planta dels  centres 
de salut  ni el propi centre d'atenció primària supera els 500m2 les dimensions que prenen 
aquestes sales son de 3 x 2,2 m2.  
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RECEPCIÓ: 
Tal com s'ha mencionat anteriorment els  centres de salut  compten amb una zona d'urgències i 
una de visites habituals. Per cada zona hi ha mostradors de recepció per tal de poder atendre als 
usuaris. 
En el cas de emergències tenim una entrada per a pacients, i una altre per a Ambulàncies, cada 
una d'aquestes entrades està dotada amb mostradors de Recepció. En el cas de visites habituals 
tenim un mostrador ubicat a un lateral de la porta principal.  
En total tenim 3 mostradors a la planta baixa, els dos mostradors principals, tant el de urgències 
com el de atenció habitual compten amb 3 monitors d'atenció, en canvi en la secció d'atenció 
d’emergències per a ambulàncies compten solament amb 2. A la primera planta, just davant dels 
elevadors tenim un altre mostrador amb tres punts de treball. 
Cada taula del mostrador de recepció està composta per un ordinador i per un  telèfon IP, pel que 
cada lloc de treball farà ús de 2 punts de xarxa, a més a més, cada taulell de recepció compta d'una 
impressora connectada a la xarxa que permet imprimir de manera remota. 
CONSULTES I SALES DE PROVES: 
En ambdós centres hi ha un conjunt de consultes, sales habilitada per a extraccions i sales de 
proves mèdiques. 
Cada una d'aquestes instal·lacions contenen punts de xarxa que permeten connectar els equips a 
la xarxa. Totes les consultes estaran dotades d'un ordinador, un telèfon IP i una impressora 
connectada localment al ordinador. Per tant cada consulta utilitzarà 2 ports de connexió a la xarxa. 
BOX D'URGÈNCIA: 
Degut que els centres de Praia i Santa Caterina tenen una zona habilitada per a la gestió 
d’emergències, en aquesta àrea del centre han estat habilitats 7 box, amb capacitat de 9 llits per 
a l'atenció de casos urgents. 
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En cada box hi ha un ordinador i un telèfon IP pel que per cada una d'aquestes sales es connecten 
dos punts de xarxa, una per l'ordinador i una altre pel telèfon IP. 
DESPATXOS: 
En els tres centres hi ha habilitats despatxos amb diferents taules de treball per al equip 
d'Administració i per al equip de gerència dels centres. 
Aquests despatxos consten de 4 taules habilitades, cada una d'elles amb un ordinador i un telèfon 
IP. A més a més la pròpia sala té una impressora connectada a la xarxa que permet imprimir de 
manera remota. 
SALES DE REUNIONS: 
A la primera planta dels centres ens trobem amb dues sales habilitades per a reunions del personal 
del centre. 
Aquestes sales compten amb un ordinador, un telèfon IP i una  impressora, pel que cada sala de 
reunions té 3 punts de connexió a la xarxa. 
7.1.1.1. PUNTS DE XARXA 
Cada sala dels centres sanitaris requereix d'una quantitat de punts de xarxa diferents en funció 
dels equips que estiguin connectats, i de la necessitat de disposar de punts de xarxa extres. 
A continuació es mostra un llistat de la quantitat de punts de xarxa requerits per a cada estança, 
en funció d'aquest càlculs es determinaran la quantitat de Switch necessaris per a poder gestionar 
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CENTRE D'ATENCIÓ PRIMÀRIA DE SANTA CRUZ:  




PC IMPRESORES DE XARXA TELÈFONS IP ROSETES EXTRES ROSETES PER SALA ROSETES TOTALS 
URGENCIES 3 1 0 1 1 3 9 
CONSULTORI 6 1 0 1 1 3 18 
EXTRACCIONS 1 1 0 1 1 3 3 
CURES 1 1 0 1 1 3 3 
RECEPCIÓ 1 2 1 2 3 8 8 
OFICINES 1 6 1 6 7 20 20 
GERENCIA 1 1 0 1 1 3 3 
SALA DE 
REUNIONS 
1 1 1 1 2 5 5 
TOTAL 69 
Taula 10: Disposició de rosetes per cada sala del centre de Santa Cruz (23) 
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NÚMERO DE PORTS UTILITZATS PER A CADA SWITCH DEL CAP DE SANTA CRUZ: 
SWITCHS 
CONNEXIÓ AL SW 
PRINCIPAL 
CONNEXIÓ A ROSETES CONNEXIÓ A ACCES POINT PORTS UTILITZATS 
SWITCH SECUNDARI 1 1 23 - 24 
SWITCH SECUNDARI 2 1 18 - 19 
SWITCH SECUNDARI 3 1 13 1 15 
SWITCH SECUNDARI 4 1 15 - 16 
Taula 11: Número de connexions per cada Switch del centre de Santa Cruz (23) 
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CENTRES DE SALUT DE PRAIA I DE SANTA CATERINA: 
A continuació es mostra la disposició de les rosetes per cada espai dels  Centres de Salut de Praia i de Santa Caterina. 




ORDINADORS IMPRESORES DE XARXA TELÈFONS IP  ROSETES EXTRES ROSETES PER SALA ROSETES PER SALA 
OFICINES 1 2 5 1 5 6 17 34 
SALA DE REUNIONS 2 1 1 1 2 5 10 
CONSULTORI 4 1 0 1 1 3 12 
PROVES MÈDIQUES 3 1 0 1 1 3 9 
RECEPCIÓ 1 3 1 3 4 11 11 
OFICINES 2 1 4 1 4 5 14 14 
TOTAL 90 
Taula 12: Disposició de rosetes per cada sala de la primera planta dels centres de Santa Caterina i Praia (23) 
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NÚMERO DE PORTS UTILITZATS PER A CADA SWITCH DE LA PLANTA 1: 
SWITCHS CONNEXIÓ AL SW 
PRINCIPAL 
CONNEXIÓ A ROSETES CONNEXIÓ A ACCES POINT PORTS UTILITZATS 
SWITCH SECUNDARI 1 1 22 - 23 
SWITCH SECUNDARI 2 1 20 - 21 
SWITCH SECUNDARI 3 1 18 - 19 
SWITCH SECUNDARI 4 1 16 - 17 
SWITCH SECUNDARI 5 1 14 2 17 
Taula 13:Número de connexions per cada Switch de la primera planta dels centres de Santa Caterina i Praia (23) 
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PLANTA 0: 










BOX 7 1 0 1 1 3 21 
RECEPCIÓ URGENCIES 
1 
1 2 1 2 3 8 8 
OFICINES 2 4 1 4 5 14 28 
RECEPCIÓ URGENCIES 
2 
2 3 1 3 4 11 22 
CONSULTA 7 1 0 1 1 3 21 
EXTRACCIONS 1 1 0 1 1 3 3 
TOTAL 103 
Taula 14: Disposició de rosetes per cada sala de la planta baixa dels centres de Santa Caterina i Praia (23) 
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NÚMERO DE PORTS UTILITZATS PER A CADA SWITCH DE LA PLANTA 0: 
SWITCHS CONNEXIÓ AL SW 
PRINCIPAL 
CONNEXIÓ A ROSETES CONNEXIÓ A ACCES POINT PORTS UTILITZATS 
SWITCH SECUNDARI 1 1 17 - 18 
SWITCH SECUNDARI 2 1 20 - 21 
SWITCH SECUNDARI 3 1 20 - 21 
SWITCH SECUNDARI 4 1 21 - 22 
SWITCH SECUNDARI 5 1 14 
 
15 
SWITCH SECUNDARI 6 1 11 2 14 
Taula 15: Número de connexions per cada Switch de la planta baixa dels centres de Santa Caterina i Praia (23) 
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PLANTA S1: 










SALA DE CIRUGIA 
MENOR 
3 1 0 1 1 3 9 
TOTAL 9 
Taula 16: Disposició de rosetes per cada sala de la planta S1 dels centres de Santa Caterina i Praia (23) 
NÚMERO DE PORTS UTILITZATS PER EL SWITCH DE LA PLANTA S1: 
SWITCHS CONNEXIÓ AL SW 
PRINCIPAL 
CONNEXIÓ A ROSETES CONNEXIÓ A ACCES POINT PORTS UTILITZATS 
SWITCH SECUNDARI 1 
1 9 1 11 
Taula 17: Número de connexions per cada Switch de la planta S1 dels centres de Santa Caterina i Praia (23)
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Després de fer el recompte de les rosetes emprades per a cada sala i veure per cada centre quina 
quantitat de rosetes s’utilitzen podem dir que en el projecte en general s’utilitzaran les següents 
rosetes: 
 PLANTA S1 PLANTA 0 PLANTA 1 TOTAL 
Centre de Salut de 
Praia 9 Rosetes 103 Rosetes 90 Rosetes 202 Rosetes 
Centre de Salut de 
Santa Caterina 9 Rosetes 103 Rosetes 90 Rosetes 202 Rosetes 
Centre de Salut de 
Santa Cruz - 69 rosetes - 69 Rosetes 
Total 473 Rosetes 
Taula 18: Nombre de rosetes emprades per centre (23) 
A l'apartat 2 de l'Annex I d'aquest TFG es poden consultar les taules on s'especifica la distribució 
de les rosetes amb la codificació que s'ha assignat a cada una d'elles, així com el Switch al que 
estan connectades cada una d'elles. 
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7.2. CABLEJAT 
A partir de la distribució mostrada en l'apartat anterior i tenint en compte les dimensions de les 
infraestructures, s'ha fet un càlcul sobre la quantitat de cable necessari per a la instal·lació de la 
xarxa LAN dels tres centres. 
Per tal d'evitar possibles mancances de cablejat i poder fer un càlcul més encertat de les mesures 
del cablejat es tindrà en compte un factor de 1.5 a l'hora de calcular la distància per tal de poder 
cobrir les instal·lacions de cablejat vertical i les cantonades per les que passa el cable. 
Tal com s'ha mencionat en apartats anteriors el cablejat escollit per a la realització de les 
infraestructures és cablejat de parell trenat de categoria 6a, pel que totes les rosetes anteriorment 








A l'apartat 3 de l'Annex I d'aquest TFG es poden consultar unes taules on s'especifica la quantitat 
de metres de cable necessaris per tal de poder connectar totes i cada una de les rosetes que 
conformen la estructura de la xarxa.  
  
Figura 20: Connector RJ45 (108) Figura 19:Roseta de categoria 6a amb 
entrada per a RJ45 (100) 
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8. SIMULACIÓ DE LA XARXA EN CISCO PACKET TRACER 
Per tal de poder realitzar aquest projecte de manera adequada, configurar i testejar la xarxa 
plantejada, es va dur a terme una simulació amb el Software de Cisco anomenat Cisco Packet 
Tracer. 
Cisco Packet Tracer és un programa de simulació que permet experimentar amb el comportament 
de la xarxa. Aquest programa només treballa amb equips de la marca Cisco, però degut a la gran 
potència i importància d'aquesta marca en el sector, tot i estar limitada als seus equips, permet 
una infinitat de possibilitats a l'hora de crear, simular i experimentar en l'entorn de les 
telecomunicacions. 
Aquest software permet configurar molts elements de xarxa com els routers i els Switch. Així com 
configurar una sèrie de protocols que permeten ajustar la xarxa a les nostres necessitats. (43) 
En aquest apartat es plasmarà el resultat i els passos que es varen realitzar per tal de poder dur a 
terme aquesta simulació. 
8.1. PLANTEJAMENT DE L'ESTRUCTURA 
Per tal de poder començar la simulació el primer pas era pensar en quin disseny hauria de 
presentar la xarxa. Aquesta tasca no va ser fàcil, ja que com s'ha explicat en apartats anteriors les 
xarxes poden prendre diferents estructures i cada una d'elles presenta unes avantatges o unes 
altres. 
El més complicat era plantejar la xarxa com a una interconnexió de les 3 seus, els dos centres de 
salut, el de Praia i el de Santa Caterina i  el centre d'Atenció primària de Santa Cruz. 
Davant la voluntat d'interconnectar els tres centres va néixer la necessitat d'incorporar un quart 
centre, que actués com a capa nucli. Per aquest motiu es va incloure a la simulació un edifici 
habilitat per al processat de les dades o data center. Aquell node central feia de pont per a la 
comunicació entre els centres i la xarxa WAN. 
Disseny De Les Xarxes De Dades Dels Centres Sanitaris De L'illa De Santiago  
  Cristina Caso Roso 
  76 
Un cop decidit que utilitzaríem 4 edificis per simular la xarxa, tocava pensar en els dispositius que 
la conformarien. 
 
Figura 21: Captura de pantalla de l'estructura dissenyada amb Cisco Packet Tracer (44) 
Per tal de poder decidir quins dispositius utilitzar era imprescindible començar a pensar com seria 
cada centre a nivell 3, es a dir, quins rangs IP tindrien els dispositius i com seria subdividida la xarxa. 
Es va decidir utilitzar la xarxa 192.168.0.0 per aquest projecte, aquesta xarxa es va dividir en 4, una 
per cada seu. 
Degut que es volien comunicar els centres sanitaris entre ells i poder accedir de manera remota 
d'una seu a una altre es va optar per la creació de VPNs Point to Point que permetessin aquesta 
funció. (45) 
Per tal de poder crear les VPN es varen designar a cada seu un router que actuava com a element 
central de cada xarxa. 
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Cada router dels centres de salut estava connectat de manera directe al router del data center, 
les connexions de routers a routers no es feien per la xarxa 192.168.0.0 sinó que es feia per la 
xarxa 10.0.0.0 per tal de poder crear els túnels VPN que permetessin connectar d'una seu a una 
altre de manera remota. 
  
Figura 22: Esquema de xarxa implementat a la simulació amb les IPs de cada xarxa (44) 
Disseny De Les Xarxes De Dades Dels Centres Sanitaris De L'illa De Santiago  
  Cristina Caso Roso 
  78 
8.1.1. CENTRE DE PROCESSAT DE DADES 
En el cas del centre de processat de dades la xarxa  que es va assignar era la 192.168.0.0 / 18 amb 
màscara  255.255.192.0. 
Els equips que es situaven en el CPD eren un Firewall, Servidors,  un Switch i el Router. A partir 
d'aquests equips es va idear la configuració de la xarxa. 
Primerament es varen designar les IPs al equips. Aquestes IPs eren estàtiques, i per tal de poder 
configurar-les va ser necessari assignar-les des dels propis dispositius. 
Per assignar IPs hi han dues maneres de fer-ho, des del panell de control, on mitjançant una sèrie 
de comandes es permet la configuració, o bé des de la finestra de configuració ràpida dels 
dispositius. 
Figura 23: Captura de pantalla del CPD a la simulació (44) 
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En el nostre cas en gairebé tots els dispositius s'han configurat mitjançant el panell de control, ja 
que és més segur, i permet moltes més funcions. 
Per tal de poder configurar les IPs cal tenir en compte dos conceptes. Primerament la pròpia IP 
amb la seva corresponent màscara i seguidament el "Default gateway" i el servidor DNS associat. 
(46) 
El default gateway fa referència a la porta d'accés a la xarxa, és a dir, la direcció IP del router de la 





Figura 24: Captura de pantalla de la finestra de configuració d'un Servidor en Cisco Packet Tracer (44) 
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Les IPs que es varen associar als servidors del CPD varen ser les següents: 
• DNS: 192.168.0.2 
• WEB: 192.168.0.3 
• CORREU: 192.168.0.4 
• VEU_IP: 192.168.0.5 
  
Figura 25: Captura de pantalla de la configuració de la IP d'un servidor en Cisco Packet tracer (44) 
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Per tal de configurar el Firewall el que es va fer va ser primerament definir les VLAN de seguretat. 
(47) 
És a dir, la zona inside, la zona outside, i la zona DMZ. La zona inside és aquella que el nivell de 
seguretat és de 100, la zona outside el nivell de seguretat és 0, mentre que la zona DMZ sol ser del 
50. (48) 
Un cop definits els valors de seguretat que tindrien les diferents zones es va procedir a configurar 
les corresponents VLANs. Les VLANs es varen associar al port al qual corresponia l'enllaç. 
En l'apartat 4 de l'Annex I d'aquest TFG es pot consultar les comandes que es van utilitzar en el 
panell de control del ASA per tal de configurar-lo. 
  
Figura 26: Captura de pantalla de la finestra de configuració de les VLANs d'un Firewall ASA a Cisco Packet Tracer (44) 
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En quant al Router degut que aquest tenia quatre enllaços, un per a cada centre de salut, i un 
intern per al CPD, primerament es vàren assignar les direccions IP de cada port del router. (49) 
Per fer-ho es va utilitzar el panell de control d'aquest. A l' apartat 4 de l'Annex I d'aquest TFG es 
poden veure  les comandes que es van utilitzar per tal d'assignar les IPs al Router del CPD. 
8.1.2. CENTRE D'ATENCIÓ PRIMÀRIA DE SANTA CRUZ 
Els equips que es van pensar per a idear la estructura de xarxa van ser un conjunt de quatre  
Switch secundaris que actuaven com a capa de accés, un Switch principal que actua com a capa 
de distribució i per últim el router que s'encarrega de la  connexió tant al exterior com als altres 
centres sanitaris. 
Figura 27: Captura de pantalla del panell de control d'un Router en Cisco Packet Tracer (44) 
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Figura 28:Captura de pantalla del esquema general del centre de Santa Cruz a Cisco Packet Tracer (44) 
 
 
Figura 29:Captura de pantalla d'una secció de la simulació del centre de Santa Cruz amb Cisco Packet Tracer (44) 
 
En aquest centre d'Atenció primària la xarxa  que es va assignar era la 192.168.64.0 / 18 amb 
màscara  255.255.192.0. 
Per tal que la xarxa tingués la IP desitjada es va configurar el Router mitjançant el panell de 
control. A l' apartat 4 de l'Annex I d'aquest TFG es poden veure les comandes que es van utilitzar 
per poder assignar la IP de xarxa desitjada. 
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Els quatre switch d'accés es varen distribuir en funció de la quantitat de connexions necessàries 
que requeria el centre, tal i com es veu en les taules de la secció anterior. 
Un altre dels mètodes que es va aplicar per tal de protegir les dades i optimitzar la comunicació 
dins del centre va ser la creació de VLANs. Això evita que una persona aliena a una VLAN en concret 
arribi a accedir a informació privada. Aquestes VLANs es van crear a partir dels departaments 
definits per al propi centre. Es van configurar els Switch per a que reconeguessin cada VLAN amb 
un rang IP predefinit, pel que si un dispositiu amb una IP que no encaixava dins de la definició de 
VLAN intentava accedir, el Switch bloquejava l'entrada. 
Els departaments, i per conseqüència les VLAN que es van definir van ser: 
• Gestió: El departament de Gestió de la infraestructura fa servir la connexió a la VLAN de 
gestió. 
• Accés: A partir d'un Accés point el públic del centre pot tenir accés a internet 
• Metges: Tots els professionals de la salut tenen accés a la VLAN de Metges 
• Gerència: El departament de Gerència de centre utilitza aquesta VLAN 
• Administració: Els taulells d'Administració utilitzen aquesta VLAN. 
• Veu IP: Els telèfons IP funcionen sota la configuració de la VLAN de Veu. 
VLAN NOM VLAN XARXA IP INICI IP FINAL BROADCAST MÀSCARA 
1 Gestió 192.168.64.0 /20 192.168.64.1 192.168.79.254 192.168.79.255 255.255.240.0 
104 Accés 192.168.80.0 /20 192.168.80.1 192.168.95.254 192.168.95.255 255.255.240.0 
103 Metges 192.168.96.0 /21 192.168.96.1 192.168.103.254 192.168.103.255 255.255.248.0 
102 Gerència 192.168.104.0/21 192.168.104.1 192.168.111.254 192.168.111.255 255.255.248.0 
105 Administració 192.168.112.0/21 192.168.112.1 192.168.119.254 192.168.119.255 255.255.248.0 
106 Veu 192.168.120.0/21 192.168.120.1 192.168.127.254 192.168.127.255 255.255.248.0 
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Taula 19: VLANs creades amb Cisco Packet Tracer per al centre de Santa Cruz (23) 
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Per tal de poder configurar les VLANS que apareixen en la taula superior cal distingir entre els 
enllaços trunk i els enllaços d'accés (50). Els enllaços trunk son els enllaços troncals, es a dir aquells 
que formen part del cor de la xarxa. Com per exemple els enllaços entre els switch, el Router o els 
servidors. En el cas dels enllaços d'accés són aquells que connecten els equips finals al dispositiu 
de xarxa. (51) 
Per tal de poder configurar les VLAN  va ser necessari utilitzar un seguit de comandes que 
permeten configurar els Switch assignant les VLAN als ports corresponents. (52) 
Primerament es creen les VLAN i se’ls assigna nom i direcció IP mitjançant una sèrie de comandes. 
Un cop ja s’han creat les VLAN s’assignen als ports corresponents per tal de poder distribuir cada 
zona.  
En l'apartat 4 de l'Annex I d'aquest  TFG es poden consultar les comanades emprades per a la 
creació de les VLAN així com consultar el codi emprat per a la configuració d'enllaços troncals i la 
assignació de cada VLAN al port corresponent de cada Switch. 
Seguidament tots els terminals es van configurar per tal que tinguessin una IP dinàmica. Per poder 
aconseguir això prèviament es va haver de configurar un Servidor DHCP que permetés donar 
direccions als equips i habilitar els Switch per a que es pogués administrar de manera automàtica 
les direccions IP seguint les configuracions de les VLANs . 
Per poder assignar una IP dinàmica es va haver d'habilitar per a cada dispositiu l'assignació d'IP via 
DHCP. (53) (54) 
Per tal que aquesta assignació funcionés va ser necessària la configuració dels Switch, ja que degut 
a la existència de les VLAN es van haver de crear llistes de IP relacionades amb aquestes. 
En l'Apartat 4 de l'Annex I d'aquest TFG es poden visualitzar les comandes emprades per a la 
configuració DHCP dels Switch. (55) 
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8.1.3. CENTRES DE SALUT DE PRAIA I DE SANTA CATERINA 
En el cas dels centres de Salut de Praia i de Santa Caterina s'ha utilitzat el mateix disseny de xarxa, 
l'únic que canvia entre ells son els rangs IP en els que es mouen.  En el cas del Centre de Salut de 
Praia s'ha utilitzat la xarxa 192.168.128.0/ 18 i en el cas del Centre de Salut de Santa Caterina s'ha 
utilitzat la xarxa 192.168.192.0/ 18 
En el cas d'aquests centres s'han emprat diversos equips, segons la planta de l'edifici i les 
necessitats de connexió s'han definit unes característiques o unes altres. 
L'estructura de la xarxa s'ha creat similar a la mencionada en el apartat anterior on parlàvem del 
CAP de Santa Cruz.  
En els tres centres s'ha utilitzat l'estructura jeràrquica, en el cas dels centres de salut s'ha disposat 
de un switch principal que alimenta als switch de planta. Tots aquests switch actuen com a capa 
de distribució i alimenten als switch de capa d'accés que donen connectivitat als hosts. 
Així com s'ha explicat en el cas del CAP de Santa Cruz, en els centres de Salut de Santa Catarina i 
el Centre de Praia també s'han configurat VLANs per tal de optimitzar i assegurar la connexió. 
Aquestes VLANs  s'han definit, segons els departaments dissenyats per als centres, pel que en els 
tres utilitzen les mateixes. 
Tal i com es pot observar en les taules 19, 20 i 21 es va habilitar una VLAN de veu per tal de 
configurar els telèfons. Aquesta VLAN el que permet és mitjançant una extensió tots els centres 
es poden comunicar, ja que tots els telèfons de la mateixa xarxa formen part de la mateixa VLAN. 
Aquests telèfons tenen assignada un IP estàtica que ve determinada per el servidor DHCP. Així 
mateix per tal que s'assigni el número de línia és imprescindible configurar els routers amb una 
sèrie de comandes. Això és degut a que s'han de crear CM List per tal de permetre que cada telèfon 
tingui una extensió única. (56) 
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Centre de Salut de Praia:  
VLAN NOM VLAN XARXA IP INICI IP FINAL BROADCAST MÀSCARA 
1 Gestió 192.168.128.0/20 192.168.128.1 192.168.143.254  192.168.143.255 255.255.240.0 
104 Accés 192.168.144.0/20 192.168.144.1  192.168.159.254  192.168.159.255 255.255.240.0 
103 Metges 192.168.160.0/21 192.168.160.1  192.168.167.254  192.168.167.255 255.255.248.0 
102 Gerència 192.168.168.0/21  192.168.168.1  192.168.175.254  192.168.175.255 255.255.248.0 
105 Administració 192.168.176.0/21 192.168.176.1  192.168.183.254  192.168.183.255 255.255.248.0 
106 Veu 192.168.184.0/21  192.168.184.1  192.168.191.254  192.168.191.255 255.255.248.0 
Taula 20: VLANs creades amb Cisco Packet Tracer per al centre de Salut de Praia (23) 
Centre de Salut de Santa Caterina: 
VLAN NOM VLAN XARXA IP INICI IP FINAL BROADCAST MÀSCARA 
1 Gestió 192.168.192.0/20  192.168.192.1  192.168.207.254  192.168.207.255 255.255.240.0 
104 Accés 192.168.208.0/20 192.168.208.1  192.168.223.254  192.168.223.255 255.255.240.0 
103 Metges 192.168.224.0/21  192.168.224.1  192.168.231.254  192.168.231.255 255.255.248.0 
102 Gerència 192.168.232.0/21 192.168.232.1  192.168.239.254  192.168.239.255 255.255.248.0 
105 Administració 192.168.240.0/21 192.168.240.1  192.168.247.254  192.168.247.255 255.255.248.0 
106 Veu 192.168.248.0/21  192.168.248.1  192.168.255.254  192.168.255.255 255.255.248.0 
Taula 21VLANs creades amb Cisco Packet Tracer per al centre de Salut de Santa Caterina (23) 
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8.2. DISSENY DE LES VPN 
Per tal de poder configurar les VPN es va haver de configurar taules d'enrutament en cada un dels 
routers dels centres, enllaçant cada rang IP a un túnel en concret.  
Per tal de crear els túnels es va haver d’emprar un conjunt de comandes complexes en els 4 routers 
de la xarxa. (57) 
En l'apartat 4 de l'Annex I d'aquest TFG es poden veure les comandes emprades per a la 
configuració de les VPN que fan possible la integració dels tres centres de salut. 
La funció dels túnels creats és connectar de manera directe un centre i un altre en funció de la 
direcció IP que presenti.  Els túnels estan creats mitjançant un enllaç des de el router d'un centre 
de salut fins al router del Data Center i del Router del Data Center fins al Router de l'altre centre 
de Salut.  
El Router del data Center després de configurar el túnel actua com a pont, fent d'enllaç directe 
entre una xarxa i una altre.  
 
Figura 30:Esquema dels túnels VPN creats a partir de la Simulació (23) 
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EQUIP A INTERFACE IP A EQUIP B 
INTERF
ACE 
IP B IP TÚNEL A 
TÚNEL 
0 
ROUTER CAP Santa 
Cruz 
Se0/2/0 10.1.1.1 ROUTER Centre 
de Praia  
Se0/2/1 10.2.2.1 192.167.64.1 
ROUTER Centre de 
Praia 
Se0/2/1 10.2.2.1 ROUTER CAP  Se0/2/0 10.1.1.1 192.167.64.2 
TÚNEL 
1 
ROUTER Centre de 
Praia 
Se0/2/1 10.2.2.1 ROUTER Centre 
de Santa 
Caterina 
Se0/2/1 10.3.3.1 192.166.64.1 
ROUTER Centre de 
Santa Caterina 
Se0/2/1 10.3.3.1 ROUTER Centre 
de Praia 





Se0/2/0 10.1.1.1 ROUTER Centre 
de Santa 
Caterina 
Se0/2/1 10.3.3.1 192.165.64.2 
ROUTER Centre de 
Santa Caterina 
Se0/2/1 10.3.3.1 ROUTER CAP 
Santa Cruz 
Se0/2/0 10.1.1.1 192.165.64.1 
Taula 22: Configuració dels túnels emprada en la Simulació (23) 
  
Disseny De Les Xarxes De Dades Dels Centres Sanitaris De L'illa De Santiago  
  Cristina Caso Roso 
  91 
8.3. CONFIGURACIÓ DELS DISPOSITIUS AMB CISCO PACKET TRACER 
Després d’habilitar el DHCP tots els equips dels centres se’ls assigna de manera automàtica una IP 
de la VLAN a la que pertanyen. 
 
Figura 31: Captura de pantalla de la finestra de configuració d'un PC en Cisco Packet Tracer (44) 
Un cop assignades les IP dinàmiques es fa la prova d’enviament de paquets. Com es pot veure en 
la imatge inferior es van provar tots els escenaris possibles 
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Com es veu en la imatge sempre que s’enviï una trama de dades des de la mateixa VLAN el paquet 
arriba al seu destí (Successful), en canvi, si s’envia una trama de dades a una direcció IP que no 
pertany a la mateixa VLAN el paquet no arriba (Failed). 
Figura 32:Resultats de la simulació (44) 
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També es pot apreciar, que hi ha connectivitat entre seus, ja que els paquets arriben de manera 
correcte entre els centres. 
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9. ENGINYERIA DEL DETALL 
Seguidament s'exposa de manera detallada les característiques dels equips de xarxa escollits per 
als 3 centres de salut. 
9.1. CPD 
El CPD o centre de processat de dades és l'espai habilitat per a ubicar els equips de xarxa que 
permeten que aquesta treballi de manera efectiva i segura. (58) 
En el CPD s'ubiquen equips com servidors i SAIs entre d'altres. Es per això que el CPD s'encarrega 
de que  l'emmagatzematge, alimentació, processat i transmissió de la xarxa pugui funcionar totes 
les hores del dia tots els dies de l'any de manera optima. 
Existeixen dos tipus de CPD, els corporatius i els que son administrats per proveïdors d'internet. 
En aquest projecte ens decantarem per a un CPD corporatiu, ja que estem tractant amb dades 
molt sensibles del sistema sanitari de Cabo Verde, pel que s'optarà per crear un CPD que permeti 
la ampliació de més centres sanitaris. 
Per tal de dissenyar el CPD serà imprescindible tenir en compte diversos factors, com per exemple: 
• Assegurar el servei ininterromput. Els CPD solen estar proveïts amb sistemes d’alimentació 
ininterrompuda (SAI), 
• Garantir una ubicació segura 
• Que els equips disposin de la potència necessària per a que la xarxa pugui funcionar 
correctament 
• Sistema antiincendis: compta amb un sistema propi de detecció de foc i d’extinció. 
• Controlar molt bé la temperatura per tal d'evitar sobreescalfament. La temperatura 
acostuma a estar entre 21 i 23 ºC. 
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• Tenir una infraestructura que permeti que el cablejat passi a través d'un fals sostre o bé 
un fals terra. 
Per a que el CPD doni el servei corresponent seran imprescindibles alguns components. Com per 
exemple: 
• Allotjament físic: Són estructures destinades  a allotjar l’equipament electrònic, informàtic 
i de comunicacions, bastidors i equips. El CPD consta d'armaris especials anomenats Racks 
que permeten emmagatzemar de manera ordenada els equipaments de la xarxa i les seves 
connexions. 
• Servidors: Cada una de les 3 clíniques tindrà 3 servidors. El propi de la clínica, el servidor 
Web i el servidor de base de dades. En el Data Center hi haurà diversos servidors com per 
exemple el servidor DNS, el DHCP, el servidor de correu entre d'altres. 
• Equips de xarxa: Per tal de poder interconnectar la xarxa serà imprescindible la 
incorporació d'equips de transmissió com podrien ser Switch. 
9.2. EQUIPS I ELEMENTS DE LA XARXA  
Després d'explicar que és el CPD és necessari començar a contemplar quins elements i equips 
conformen la xarxa per tal de poder entendre les decisions que s'han pres al llarg del projecte, per 
aquest motiu a continuació es mostrarà una taula que conté el nombre d'equips i elements per a 
cada planta i edifici. 
Amb aquesta taula es pretén determinar de la millor manera quins elements són els més adequats 
per al projecte. Sense fer aquesta reflexió seria difícil ajustar-se, ja que per exemple, si no sabem 
el que ocupen els dispositius difícilment podrem escollir un bon armari on guardar-los. 
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RACKS PETITS 3 0 4 4 0 4 4 
SWITCH 
SECUNDARI 
4 1 6 5 1 6 5 
SWITCH 
PRINCIPAL 




1 1 0 0 1 0 0 
SERVIDORS 3 3 0 0 3 0 0 
ACCES POINT 1 1 1 1 1 1 1 
PATCH PANNEL 4 1 5 5 1 5 5 
SAI 1 1 1 1 1 1 1 
CONSOLA 1 1 0 0 1 0 0 
PASSA CABLES 1 1 1 1 1 1 1 
RACKS GRANS 1 1 0 0 1 0 0 
Taula 23: Número d'equips de xarxa per centre (23) 
9.2.1. RACK 
Un Rack és un armari que dona allotjament a sistemes de comunicació, i les seves mides estan 
normalitzades. La seva alçada es mesura en "U", i cada U es equivalent a 44,45 mm. 
El Rack està compost per unes estructures als laterals que permeten la correcta adhesió dels 
equipaments. Aquesta estructura dels laterals conté forats perquè els equips es col·loquen al Rack. 
(59) 
Els equips solen ocupar entre una i dos U, tot i que hi han equips més grans que poden arribar a 
ocupar-ne sis o fins i tot més.  
Per tal de escollir el Rack que millor s’adequa a les nostres necessitats es imprescindible tenir en 
compte la quantitat de equips que aquest haurà d'allotjar i la mida que aquests tindran. 
Després de fer el llistat de tots els elements de xarxa que tenen impacte en l'emmagatzematge 
dels propis aparells i dispositius ens hem adonat que per als Racks grans, el número d'unitats 
Disseny De Les Xarxes De Dades Dels Centres Sanitaris De L'illa De Santiago  
  Cristina Caso Roso 
  97 
utilitzades és d'aproximadament unes 18 U, pel que ens hem decantat per a utilitzar Racks de 27U, 
ja que d'aquesta manera ens assegurem que hi caben els 
dispositius, i que en el cas de voler ampliar la xarxa hi hagi espai 
en el Rack. 
El Rack escollit per a utilitzar a les clíniques és un model de 
l’empresa RackOnline de 27U (60)  i compleix amb les 
característiques següents: 
 
• Capacitat de càrrega mitjana fins a 400 kg. 
• 4 perfils de 19 polzades desplaçables en profunditat. 
• Sostre amb ranures de ventilació superior lateral frontal 
i del posterior. 




Per tal de poder gestionar els dispositius de la xarxa i poder facilitar al màxim l'administració i 
gestió de possibles incidències s'incorporarà una consola al Rack que permetrà controlar de 
manera remota els dispositius. 
S'ha triat la  Consola KVM Rack 19" CyberView 17" de l'empresa RackOnline  (61) que ocupa 1 U 
quan està plegat. Aquest tipus de consola conté una safata fixe que s'adhereix als suports del Rack, 
per tal de poder extreure el teclat i la pantalla plegables conté un pom a la part davantera que 
permet que la consola es desplaci per les guies laterals facilitant l'obertura de la pantalla i el teclat. 
  
Figura 33: Rack de 27 U (60) 
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Les característiques tècniques més rellevants que presenta són les següents: 
• Consola Rack i teclat de 1U per a muntatge en bastidor 
• Pantalla de 17 "de Samsung Grau A 
• Disseny de Fons curt, profunditat de 48 cm 
• Cable combo per USB o PS2 i vídeo VGA de 15 
pins HD 
• Suports de muntatge ajustables per diferents 
profunditats de Rack 
• Rails de lliscament amb posicions fixes per 
impedir el moviment en escriure 
 
9.2.3. SISTEMA DE VENTIL·LACIÓ DEL RACK 
Per tal d'evitar el sobreescalfament dels aparells és necessària la instal·lació d'un sistema de 
ventilació dins del propi Rack que permeti expulsar l'aire calent que desprenen el equips, i 
d'aquesta manera es pugui mantenir una temperatura i una humitat òptima per a l'ús dels equips. 
Aquest sistema de ventilació s'ha d’instal·lar a la part superior del Rack, pel que s'ha de analitzar 
molt bé les mesures del sistema i veure que realment és compatible. 
El Rack que hem triat és un Rack Sèrie I600 (62), pel que els ventiladors han de ser compatibles 
amb aquest tipus de Rack. 
Els ventiladors que hem triat, son de la casa DNS System ,  i compleixen amb la normativa RD 
842/2002 (63), pel que són perfectament compatibles amb el Rack I600. 
 
  
Figura 34: Consola plegable per a Rack (61) 
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Les característiques més destacables d'aquest sistema de ventilació són les següents: 
 
• Vàlid per a armaris Rack 19 "de la sèrie 
I700, I600, Inferno i murals. 
• Conjunt de dos ventiladors de 119 x 119 
• Mesures (HxAXF) 80x415x280 mm 
• Capacitat de fins a 4 ventiladors 
 
Aquest tipus de ventiladors ocupa una sola U i es situa en la part superior del Rack. 
 
9.2.4. SWITCH  
Cal distingir entre dos tipus de Switch, els que actuaran com a Switch principal i els que actuaran 
com a Switch secundari. Els Switch secundaris i els principals no tenen els mateixos requeriments, 
pel que en funció del tipus que parlem tindran unes característiques o unes altres. 
Existeixen els Switch administrables o managed o els switch no administrables o unmanaged. Els 
switch administrables sovint es fan servir per proporcionar capacitats més completes a la xarxa. A 
causa de les seves nombroses funcions, com VLAN, CLI, SNMP, enrutament IP, QoS, etc. (64) 
Els switch administrables s'usen en la capa central de la xarxa, especialment per a centres de dades 
grans i complexos, i li brinden més control sobre el tràfic de LAN i funcions avançades per controlar 
el trànsit. Per aquest motiu i degut la necessitat que ens presenta el nostre projecte s'han triat 
Switch administrables, per tal de fer més robusta la xarxa.  
Per tal de poder escollir bé els Switch que conformaran la xarxa cal tenir en compte la velocitat de 
transmissió que pot suportar el Switch i la quantitat de ports al que s'ha de connectar.  
 
Figura 35: Sistema de ventilació per a Racks (62) 
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Degut a que hem escollit una estructura jeràrquica i que els Switch principals únicament 
connecten amb els Switch d'accés no es requereix una gran quantitat de ports. Per aquest motiu 
hem buscat un Switch d'altes prestacions que sigui de 24 ports, per tal de permetre augmentar la 
xarxa en cas que sigui necessari, i que permeti transmetre les dades a una alta velocitat. 
SWITCH PRINCIPALS 
El Switch triats per aquesta tasca seran els Cisco Catalyst 3750E-24TD-S (65), que presenten les 
característiques següents: 
• 24 ports 10/100/1000 +2 ports 10 Gigabit Ethernet basats en X2 
• 64-Gbps d'alta velocitat d'apilament StackWise Plus 
• 68-Gbps de velocitat de cable backplane 
• Font d'alimentació 265WAC 'field-replaceable' i safata de ventiladors. 
• 1 unitat de Rack (RU), switch apilable multicapa 
SWITCH SECUNDARIS 
En quant als switch secundaris, no necessiten tants requeriments, pel que s'ha optat per a un 
Switch de la marca Linksys, concretament el model LGS124P (66). Aquest Switch conté 24 ports, 
pel que permet donar servei a totes i cada una de les seccions definides en el projecte. 
Les característiques que presenta aquest model son les següents: 
• Quantitat de ports bàsics de commutació RJ-45 Ethernet: 24 
• Ports tipus bàsic de commutació RJ-45 Ethernet: Gigabit Ethernet (10/100/1000) 
• Tecnologia de cablejat Ethernet de coure: 1000BASE-T, 100BASE-TX, 10BASE-T 
• Gigabit Ethernet (coure), quantitat de ports: 24 
Figura 36: Cisco Catalyst 3750E-24TD-S (94) 
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Figura 37: Switch secundari marca Linksys (67) 
Ambdós models escollits presenten tecnologia PoE, que permet que l'alimentació elèctrica es 
subministri al  dispositiu de xarxa fent servir el mateix cable que s'utilitza per a la connexió de 
xarxa. Elimina la necessitat d'utilitzar preses de corrent en les ubicacions del dispositiu alimentat i 
permet una aplicació més senzilla dels sistemes d'alimentació ininterrompuda (SAI) per garantir 
un funcionament les 24 hores del dia, 7 dies a la setmana. 
9.2.5. SERVIDORS 
El servidor és un dels factors clau de la transformació digital actualment en un constant procés 
d'evolució i que cada cop és més comú el servidor Cloud o els servidors en el núvol. Unes eines 
indispensables per millorar la competitivitat i gestió de les corporacions. 
Un servidor és un ordinador encarregat de subministrar informació. La informació que pot 
transmetre és múltiple i variada: des d'arxius de text, imatge o vídeo i fins a programes informàtics, 
bases de dades, etc. 
En aquest projecte utilitzarem servidors d'alt rendiment que permetran donar servei a tota la 
clínica. Aquest servidors aniran connectats directament amb el Switch principal de cada centre, a 
més a més també estaran connectats a un equip extern que s'encarregarà de realitzar copies de 
seguretat de la informació que contindran els Servidors. 
La xarxa contindrà diversos Servidors, hi hauran els propis de gestió de la informació dels centres 
i els propis de la xarxa, com podrien ser els servidors DNS, DHCP i els servidors WEB i de CORREU. 
Els propis de gestió de la informació dels centres serien el servidor d'aplicació, que serà aquell sota 
el qual es correrà el programari client-servidor. També hi haurà un servidor de base de dades, que 
contindrà l'aplicació per al personal mèdic i per últim un servidor dedicat a fer còpies de seguretat 
o backups de dades per tal d'evitar qualsevol pèrdua d'informació dels pacients o del personal 
mèdic. 
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Els servidors propis de les dades clíniques seran compartits entre els tres centres, pel que gràcies 
a la creació de les VPNs es podran comunicar i accedir a informació del Servidor independentment 
de si aquest no es troba físicament en el edifici. 
Els servidors que s'han escollit per al projecte són de la marca Dell, concretament el model Dell 
PowerEdge R230 Intel Xeon E3-1220 v6 (68), tenen la possibilitat de muntar-se en el Rack de 19" 
utilitzant una sola U. 
S'ha escollit aquest servidor degut a les característiques que presenta, com per exemple la 
possibilitat d'incorporar quatre ranures per a la ampliació de la memòria, així com el seu rendiment 
i velocitat de processat. 
 
 
Figura 38: Servidor Dell (69) 
 
 
En quant als sistemes operatius dels Servidors, tal i com 
mostra el Data Sheet del propi Servidor Dell, el sistema 
operatiu compatible per aquest equip és el Microsoft 
Windows Server 2019 (70). Pel que per tal de poder 





Figura 39: Windows Server 2019 (70) 
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9.2.6. ROUTERS I MÒDEMS 
Pel que fa el mòdem i els Routers dos elements imprescindibles per a la xarxa s'ha decidit que es 
deixarà en mans del ISP contractat. Pel que tot i haver seleccionat un router per a realitzar la 
simulació amb Cisco Packet Tracer es delega la elecció d'aquests dispositius a l'empresa 
contractada. 
De cara a realitzar el pressupost doncs no es tindrà en compte el cost dels Routers i els mòdems, 
ja que vindran inclòs amb la tarifa mensual del ISP. 
Pel que fa la simulació amb Cisco Packet Tracer s'ha decidit triar per als centres de Salut el model 
de Router Cisco Meraki MX8 (71),que permet integrar el Routing amb el Firewall, ja que és d'una 
tecnologia molt avançada i permet tenir un gran control de la xarxa de manera segura. 
En el cas del Centre de Processat de Dades s'ha dut a terme la configuració del Firewall, per tal de 
poder protegir els Servidors d'atacs. 
Les seves característiques son les següents: 
• Gestionat de manera centralitzada a través de la web 
• Classifica aplicacions, usuaris i dispositius 
• Firewall inclòs 
• auto VPN ™ auto-configuració de Point to Point 
  
Figura 40:Router Cisco Meraki MX8 (99; 44) 
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9.2.7. SAI 
Els SAI són els anomenats sistemes d'alimentació ininterrompuda, i permeten que davant d'un 
problema en el subministrament elèctric la xarxa continuï funcionant. Estan formats per un 
conjunt de bateries de una potència limitada que son carregades de manera continuada a través 
del subministrament elèctric comú. En el moment en que aquest subministrament falla les 
bateries es posen en marxa i alimenten els dispositius de xarxa que estan connectats a elles. 
Per tal de poder saber quin SAI és el que més s'adequa a les nostres necessitats és imprescindible 
fer el càlcul de la potència consumida per cada planta, per tal de poder assegurar-nos que en el 
cas d'averia del subministrament d'electricitat el SAI podria sonar suport a tots els equips. 















PRAIA I STA 
CATERINA 
PLANTA 1 
SWITCH SECUNDARI 180 4 1 6 5 
SWITCH PRINCIPAL 100 1 1 1 1 
ROUTER + FIREWALL 
INTEGRAT 
100 1 1 0 0 
SERVIDORS 250 3 3 0 0 
ACCES POINT - 1 1 1 1 
CONSOLA 100 1 1 0 0 
ORDINADORS 100 21 3 31 26 
IMPRESSORES 200 15 3 20 13 
TELÈFONS - 21 3 31 26 
POTENCIA PER PLANTA 6870 2130 8280 6200 
Taula 24: Càlcul de la potència requerida pel SAI (23) 
En la taula superior es poden veure els càlculs que s'han fet en funció del nombre d'equips per 
planta i la potencia en Watts que consumeixen. Com podem observar la planta que mes 
consumeix es la planta 0 dels centres sanitaris de Praia i de Santa Caterina, pel que la selecció del 
SAI es farà en funció del nombre de Watts a cobrir en aquestes plantes, ja que les altres la seva 
despesa energètica es menor. 
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Com es pot veure la despesa es d'aproximadament uns 9kW, pel que el SAI que s'ha escollit té la 
capacitat d'abastir fins als 10kW de potència. 
El SAI es de la marca Salicru concretament el model SLC Twin RT2 SAI On-line (72). 
 
9.2.8. FIREWALL 
Els firewalls són elements de xarxa que permeten definir tres tipus de VLAN, la VLAN 1 que tendeix 
a fer referencia a la VLAN "inside", la VLAN2, que tendeix a fer referència a la VLAN "outside" i la 
VLAN 3 que fa referencia a la zona desmilitaritzada, o altrament coneguda com a DMZ. 
En el cas de la zona inside el nivell de seguretat configurat tendeix a ser de 100, mentre que en la 
zona outside per defecte és 0. En el cas de la zona DMZ, que és on normalment s'ubiquen tots els 
servidors, el nivell de seguretat tendeix a ser de 50. 
Aquests nivells de seguretat permeten que des de un nivell de seguretat alt puguis accedir a un 
nivell de seguretat més baix, però mai permet que des de un nivell de seguretat baix es pugui 
accedir a un nivell de seguretat més alt. D'aquesta manera s'evita que es pugui accedir a la xarxa 
des de la zona outside, ja que aquesta té un nivell de seguretat 0, mentre que la part interna de la 
xarxa té una seguretat d'entre 50 i 100. 
  
Figura 41:SAI model SLC Twin RT2 (95) 
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El Firewall que s'ha escollit per aquest projecte és el ASA 5506-X (73)de la marca Cisco Systems, i 
presenta les característiques següents: 
• Memòria RAM 4 GB 
• Memòria Flash 8 GB 
• Disc dur SSD 50 GB x 1 - mSATA 
• 8 ports Gigabit Ethernet 
• 1 U de Rack 
 
9.2.9. ACCESS POINT 
Els Access point són dispositius que interconnecten dispositius de comunicació mitjançant senyals 
de radiofreqüència per formar una xarxa sense fils. 
Per tal de donar accés a internet al públic de manera segura s'han utilitzat  Acces point. 
El model que s'ha utilitzat és  TP-LINK TL-WA901ND (74),  ja que presenta les següents 
característiques: 
• Suporta múltiples maneres de funcionament (punt d'accés, Client, Universal / Repetidor 
WDS, Wireless Bridge) 
• Fàcil de configurar una connexió segura encriptada WPA amb la pulsació d'un botó de QSS 
• Capacitat de fins a 30 metres de Power over Ethernet * per a un desplegament flexible 
 
Figura 42:Firewall Cisco model ASA 5506-X (96) 
Disseny De Les Xarxes De Dades Dels Centres Sanitaris De L'illa De Santiago  
  Cristina Caso Roso 
  107 
9.3. EQUIPS INFORMÀTICS 
Seguidament es mostraran els equips de xarxa escollits per aquest projecte. Els ordinadors, 
impressores i telèfons IP que s'han escollit pretenen poder cobrir les necessitats actuals però 
també les futures intentant allargar al màxim la esperança de vida dels dispositius, per aquest 
motiu s'han seleccionat models actuals. 
9.3.1. ORDINADORS 
Cada despatx o sala habilitada dels centres de salut tindran almenys un ordinador connectat a la 
xarxa.  
Aquests dispositius treballaran amb softwares que son capaços de tractar una gran quantitat 
d'informació sensible, per aquest motiu els ordinadors que s'ha seleccionat tenen unes molt bones 
característiques que permeten la ràpida connexió i processat de les dades. 
El model escollit és l' AiO HP 20-c400ns (75), és un model que integra tant la pantalla com el cor 
del ordinador, fet que facilita la instal·lació i alhora l'abarateix molt. 
Aquest model presenta un conjunt de característiques que fan que s’adeqüi perfectament als 
requeriments del projecte, com per exemple: 
• Windows 10 Home 64 
• Processador APU AMD Dual-Core 
E2-9000 
• Gràfics AMD Radeon ™ R2 
• Memòria SD GB de 4 GB DDR4-
2133 (1 x 4 GB) 
• Disc dur SATA de 1 TB 7200 rpm 
• Pantalla amb retroiluminació 
WLED i diagonal antirreflectant 
FHD de 49,53 cm (19,5".) 
 
Figura 43: Ordinador de sobretaula All-in-One model AiO HP 20-c400ns (75) 
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9.3.2. IMPRESSORES 
Per tal de cobrir la necessitat que tenen els centres sanitaris d'imprimir una gran quantitat de 
documents s'ha buscat un model d'impressora que ofereix una ràpida impressió i que té un cost 
de manteniment assequible.  
La marca de les impressores que hem triat té un mètode de pagament fraccionat que permet 
incloure en el cost de la impressora els manteniments anuals d'aquesta. 
El model que hem triat és HP Impressora HP LaserJet Pro M102w (76), que presenta les 









9.3.3. TELÈFONS DE VEU IP 
Els telèfons IP permeten comunicar-se de manera fàcil dins del propi centre.  
Figura 44: Impressora HP LaserJet Pro M102w (76) 
Disseny De Les Xarxes De Dades Dels Centres Sanitaris De L'illa De Santiago  
  Cristina Caso Roso 
  109 
Cada telèfon té assignada una direcció IP, pel que el funcionament de connectivitat de veu en 
aquest cas és molt similar al que utilitzen els ordinadors. Cada extensió de telèfon té identificada 
una adreça, i quan s'emet una trucada en aquesta 
la xarxa associa l’extensió a la IP que va associada 
al terminal.  
Els telèfons que hem escollit per a dur a terme 




Figura 45: Telèfon IP model Yealink SIP-T21 E2 (77) 
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9.4. CABLEJAT,CANALITZACIÓ I CONNEXIÓ 
El cablejat que s'emprarà en tota la instal·lació de les clíniques serà cable de parell trenat de 
categoria 6a. 
Per tal de fer la instal·lació dels centres es compraran bobines de cablejat de grans dimensions, 
concretament es compraran bobines de 305m, ja que les que hem trobat de 500m surten menys 
econòmiques. 
La bobina es comprarà a PCComponentes, i cada bobina tindrà un cost de 74€. El cablejat que s'ha 
seleccionat compleix amb les normatives EIA/TIA 568 B.2 (78), EN 50173-1 (79), ISO/IEC 11801 




Figura 46: Bobina de 305 m de cable categoria 6a (103; 104) 
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Per tal de connectar els dispositius de les clíniques seran necessaris els anomenats "latiguillos", 
que permetran connectar els dispositius a la roseta. 
 
Es compraran latiguillos de la marca DNS-System 
amb connectors RJ45 de cat6a de 2m (81). Tots els 
latiguillos comprats tindran les mateixes 
característiques que el cablejat de xarxa utilitzat per 
a la instal·lació. 
 
Per tal de realitzar la instal·lació serà necessari 
comprar rosetes, aquestes fan la funció de connector, ja que permeten que mitjançant el latiguillo 
el terminal entri en contacte amb la instal·lació de xarxa. 
Per tal que siguin compatibles amb el cablejat escollit les rosetes hauran de ser capaces de 
admetre connectors RJ45. 
En aquest projecte hi hauran dos tipus de rossetes, les de paret, que són aquelles que estan 
encastades, és a dir, el cablejat va per dins de la pròpia paret, i les rosetes de superfície, que són 
aquelles que s'empren quan el cablejat està conduït per canaletes. 
Figura 47: Latiguillo de cable categoria 6a amb 
connectors RJ45 (81) 
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Cada sala de les clíniques tindrà mínim tantes rosetes com equips de xarxa, tot i així totes les sales 
tindran rosetes extra, que permetran tenir connectivitat davant d'una avaria del port, la roseta, o 
el cable . S’empraran rosetes de cat 6a amb connexió RJ45 de la marca DIGITUS que segueixen la 





Figura 48: Roseta de paret de categoria 6a (101) 
Figura 49: Roseta de superfície de categoria 6a (100) 
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9.4.1. SISTEMES DE CANALITZACIÓ 
Per aquest projecte s'ha decidit emprar un fals sostre per tal de poder canalitzar tot el cablejat de 
les infraestructures. Aquesta tècnica permet estalviar-nos cablejat, i fer la instal·lació de manera 
més senzilla. Així mateix permet, de cara al futur, canviar el cablejat d'una manera més còmode, 
ja que no requereix perforar parets. 
 
Per tal de poder organitzar de manera òptima el cablejat, i que la instal·lació compleixi amb la 
normativa vigent, s’empraran safates de canalització. 
Per tal de fer arribar el cablejat a les rosetes s’empraran canaletes de PVC. Aquestes es distribuiran 
de manera estratègica per tal de poder optimitzar al màxim el recorregut del cable. 
Criteris de col·locació del cablejat:  
• Lubricar el cablejat que passi per canaletes per tal de reduir la fricció 
• El cablejat ha de situar-se a més de 50cm del cablejat elèctric, i a més de 5cm de la 
canalització de aigua o gas. 
• No s'hauria de superar els 20 m de canalització ni tenir més de dos canvis de direcció sense 
caixes de pas.  
  
Figura 50: Imatge d'un fals sostre (98) 
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9.4.1.1. SISTEMES UTILITZATS: 
En aquest projecte per a la canalització a través del fals sostre s’utilitzarà la següent safata 
"Bandeja Metálica Portacables Electrozincada" (82) 
Característiques de la canalització escollida: 
• Filferro d'acer C4D, UNE-EN 16.120-2. 
• Resistència a tracció: 70 kg / mm 2. 







En quant a la canalització emprada per als girs de cablejat s'ha escollit el model de canalització 
corba  CH9 / TCH9 de la marca ASICAN. (83) 







Figura 51: Safata d'acer per a la canalització per fals sostre (82) 
Figura 52: Safata corba per a la canalització per fals sostre (83) 
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Per tal de poder sostenir les canalitzacions al sostre es necessiten uns suports especials, que 
permetin aguantar les safates de manera segura. El model d'aquest ganxo és el SLPT "Soporte 
ligero para Pared y Techo" de la marca ASICAN. (84) 
Per últim, per a la canalització per paret s’empraran canaletes de PVC superficials que permetran 
conduir els cables fins a les rosetes.  
El model escollit per a la canalització superficial és el GK-53100 de la marca Obo Bettermann.  
 
Figura 53: Suports per a les safates de canalització per a fals 
sostre (84) 
Figura 54: Canaleta superficial (104; 34) 
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10. BASE DE DADES 
Per poder garantir una bona gestió dels centres de salut, s'ha dissenyat una base de dades que 
permetrà al sistema sanitari de Santiago, tenir un control dels seus pacients, personal dels centres 
i equips de xarxa. 
Aquesta base de dades permetrà a l'hora centralitzar les històries clíniques dels pacients. 
En el cas que un centre necessiti accedir a una història clínica en concret, tot i que el pacient estigui 
assignat a un altre centre, es podrà accedir perfectament a la informació del pacient ja que totes 
les clíniques estaran interconnectades i utilitzaran la mateixa plataforma. 
Per tal de poder dissenyar aquesta base de dades s'ha fet ús de MySQL Workbench. En el diagrama 
on es mostren les taules de la base de dades es pot veure la relació entre elles, de 1 a 1..*, de 1..* 
a 1..*, de 1 a 1, etc. Aquesta relació permet definir el nombre d'elements relacionats entre les 
taules de la base de dades. 
10.1. TAULES: 
La base de dades que s'ha dissenyat conté una part que permet que els centres de salut continguin 
la informació indispensable dels seus pacients i de les visites mèdiques a les que assisteixen. Així 
mateix gràcies a la base de dades es pot determinar en tot moment a quina clínica ha efectuat la 
visita i amb quin metge o professional de la salut s'ha visitat. Per tal de poder emmagatzemar la 
informació es necessiten 5 taules. 
• PACIENTS: Recull la informació personal del pacient.  
• VISITA: En aquesta taula es guarda tota la informació de la visita. Des de l’hora en la que 
es realitza, el metge associat i la consulta on té lloc. 
• PROFESSIONAL: Conté la informació sobre els professionals. 
• CITA: conté un llistat de totes les cites que es demanen, tant sigui en consulta com proves 
mèdiques. 
• CENTRES: Conté un llistat dels centres amb la informació més important de cada un d'ells 
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És un número que s’associa a cada pacient i 
que és el identificador del seu Historial Clínic. 
ALTRES CAMPS 
Nom, Cognoms, Direcció, Telèfon, 
Sexe, Data_naixament, e-mail, 
fotografia, DNI. 
En aquests camps es recull la informació més 
rellevant del pacient així com el seu nom, el 
seu DNI i la seva data de naixement. 




Id_professional  És el codi únic amb el que 
s’associa a cada professional. 
ALTRES 
CAMPS 
Nom, Cognoms, Direcció, Telèfon, 
Sexe, Data_naixament, e-mail, 
fotografia, DNI, Despatx, 
Especialitat, Num. Col·legiat. 
En aquests camps es recull la informació 
més rellevant del professional així com el 
seu nom, el seu numero de col·legiat, el 
seu despatx i la seva especialitat. 








Nom, Direcció, Codi postal. En aquests camps es recull la informació 
més rellevant dels centres, com per 
exemple el nom i la direcció. 
Taula 27:Estructura de la taula Centres de la Base de Dades (23) 
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Id_Visita És el codi únic amb el que s’associa cada visita. 
CLAUS 
FORANES 




DiH, Notes, Motiu En aquests camps es recull la data i hora de la visita, les 
notes que s'han pres durant aquesta i el motiu pel qual 
s'ha assistit a la visita. Els camps com ara el pacient i el 
professional s'obtenen a partir de la relació amb la taula 
Cita. 










Mitjançant aquestes claus foranes es crea una relació 
amb les altres taules que permet assignar a cada cita un 
professional, un pacient i un centre. 
ALTRES 
CAMPS 
DiH El camp DiH permet concretar la data i la hora 
concertades per a cada cita. 
Taula 29: Estructura de la taula Cita de la Base de Dades (23) 
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Figura 55:Esquema de les taules Cita, Visita, Pacient, Professional i Centres (85) 
Així mateix la base de dades permet tenir un control del material i els equips dels centres, ja que 
per al sistema sanitari és important dur a terme un seguiment dels aparells i materials dels que 
disposa cada centre. 
Per poder dur a terme aquest control la base de dades conté un conjunt de taules 
interconnectades que permeten emmagatzemar aquesta informació. 
• PROVA: En aquesta taula es guarda tota la informació de cada prova mèdica.  
• EQUIPS: En aquesta taula es guarda la informació dels equips mèdics. 
• PROVEÏDORS: Conté la informació sobre els proveïdors tant de material, com d'equips 
mèdics o informàtics. 
• EQUIPS INFORMÀTICS: conté un llistat de tots els equips informàtics dels centres. 
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Id_Prova És el codi únic amb el que s’associa cada prova. 
CLAUS 
FORANES 
Id_Cita Mitjançant aquesta clau forana es crea una relació amb la 
taula cita que permet assignar un professional, un 
pacient, i un centre per cada prova. 
ALTRES 
CAMPS 
DiH, notes, motiu, 
Resultat_Prova 
Aquests camps contenen la informació necessària per a 
realitzar la prova com seria el motiu, la data i la hora i el 
resultat. 




Id_Material És el codi únic amb el que s’associa cada material. 
CLAUS 
FORANES 
Id_Proveïdor Mitjançant aquesta clau forana es crea una relació amb la 








Aquests camps contenen informació sobre els materials 
mèdics dels centres. 
Taula 31: : Estructura de la taula Material de la Base de Dades (23) 
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Id_Equip És el codi únic amb el que s’associa cada equip. 
CLAUS 
FORANES 
Id_Prova, Id_Proveïdor Mitjançant aquesta clau forana es crea una 
relació amb la taula Proveïdors que permet 
assignar un proveïdor per cada equip. Així mateix, 
es crea una relació amb la taula Prova que assigna 






Aquests camps contenen informació sobre els 
equips mèdics dels centres. 








Id_Proveïdor Mitjançant aquesta clau forana es crea una relació amb 









Aquests camps contenen informació sobre els equips 
informàtics dels centres. 
Taula 33: Estructura de la taula Equips informàtics de la Base de Dades (23) 
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NomEmpresa, NIIF Aquests camps contenen informació sobre els 
proveïdors dels centres. 
Taula 34:: Estructura de la taula Proveïdors de la Base de Dades (23) 
 
Figura 56:Esquema de les taules Prova, Cita,Proveïdors, Material, Equips i Equips informàtics. (85) 
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El diagrama de la base de dades representa totes les taules que la conformen i la relació que 
presenten entre elles.  
En el diagrama es poden veure les columnes que conformen les taules i la informació que aquestes 
contenen. 
La tipologia que s'observa en el diagrama es divideix en 3: (86) 
• CLAU: Indica la clau primària de la taula 
• ROMBE BLAU: Indica que aquella columna no pot estar buida 
• ROMBE BLANC: Indica que aquella columna pot estar buida. 
La informació que es guarda a cada columna de cada taula pot ser de molts tipus: 
• INT: Permet tots els nombres enters entre -32768 i 32767. 
• VARCHAR (Size): Cadena de longitud variable. Pot contenir lletres, números i caràcters. La 
mida pot ser fins a 255.  
• LONGTEXT: es una cadena de lletres i números. 
• BOOLEAN: Valors Verdader/Fals 
• DATE: una Data amb el format YYYY-MM-DD 
• DATETIME: Data i hora amb el format YYYY-MM-DD / HH:MM:SS 
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11. CRONOGRAMA 
Una de les primeres labors a realitzar és la comprensió del problema i els requisits. Per tal de fer-
ho, primerament es van analitzar les tasques a realitzar per tal d'assolir l'objectiu. Per poder 
estructurar millor el projecte i poder comprendre la magnitud d'aquest es va realitzar un primer 
llistat de labors que finalment va servir per tal de estructurar el projecte. 
Un cop definit els objectius i fer un primer esquema organitzatiu del projecte és imprescindible 
aconseguir els recursos necessaris per tal d'implementar la solució. Aquests recursos són els 
softwares que ens han permès la realització tant del plànols com de la simulació com la base de 
dades. 
En una segona etapa del projecte es començarà a la implementació de la solució. Per tal de fer-ho 
és imprescindible la documentació, per tal de comprendre i assolir els coneixements necessaris i 
poder avaluar els antecedents. Mitjançant aquesta documentació i avaluació es podrà decidir amb 
un millor criteri la solució per al nostre projecte. 
Després d'aquesta part del projecte i gràcies a la cerca d'informació prèvia es proposarà una 
primera solució de la xarxa. Darrerament es realitzaran els primers plànols que permetran fer un 
estudi de la distribució dels espais. 
Darrerament es començarà a implementar la simulació de la xarxa, que permetrà veure si el 
esquema pensat és l'idoni i dona cobertura als requeriments del client. A continuació es va 
desenvolupar la base de dades, que permet al sistema sanitari de Santiago fer una millor gestió 
dels seus centres. Un cop creada la base de dades es començarà a escollir els equips de xarxa. Per 
tal de fer una bona elecció d'aquests sempre s'ha buscat l'avanç tecnològic, per tal d'evitar que la 
xarxa quedi desfasada a causa del equipament. I per últim, la implementació de la memòria del 
projecte, on es recull tot el coneixement adquirit durant la creació del projecte, així com un 
pressupost on es reflexa tota la feina feta durant la durada d'aquest.  
El cronograma que es mostra a continuació ha estat dissenyat calculant que cada setmana es 
treballen aproximadament  unes 15 h, ja que la durada total del projecte ha estat de 600 h i la data 
d'inici és el Maig del 2018 i la data de fi  és l'Abril del 2019.
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12. ANÀLISI DE L’IMPACTE AMBIENTAL 
Aquest projecte com la gran majoria de projectes d'enginyeria té un impacte ambiental, pel que 
cal fer una valoració de quines són les causes i estudiar-les per tal de poder prevenir-les, reduir-
les i fins i tot revocar-les. 
El principal problema que hi ha en el nostre projecte es la gran quantitat d'energia que es 
consumeix. tant en el CPD com en els propis centres de salut. La majoria d'aquesta energia es 
transformada en calor, es per això que en totes les sales on es troben els equips estan refrigerades. 
El punt més important a tenir en compte a l'hora de dissenyar el CPD es intentar reduir al màxim 
el consum d'energia  fent el més eficient possible el flux de refrigeració de la sala. Per tal de fer-ho 
òptim hem d'intentar que l'aire generat per el sistema de ventilació i l'aire que emeten els equips 
no es mescli, per fer-ho s'implementarà el sistema de ventilació amb les sortides d'aire en un punt 
estratègic. 
El sistema de ventilació es dissenyarà amb les sortides d'aire distribuïdes al llarg del terra tècnic i 
en el sostre es situaran les reixetes d'evacuació d'aire. Per tal de separar l'aire fred i l'aire calent es 
confrontaran les cares dels Racks en un sol passadís, de manera que en el passadís que 
comparteixen les parts davanteres dels Racks es distribuirà l'aire fred, i l'aire calent sortirà per la 
part posterior el Rack sense barrejar-se amb l'aire fred. (87) 
Degut a la localització en la que es troben les nostres infraestructures i les temperatures de calor 
extrema a les que poden arribar serà necessària la implementació d'un bon material aïllant que 
permeti que els equips de refrigeració no hagin de treballar a una potencia excessiva consumint 
més energia de la indispensable. 
Un altre dels punts importants a tenir en compte és la gestió dels residus que es generen en la 
instal·lació de les xarxes. Pel que s'ha de procurar en mesura del possible evitar els residus, i en 
cas de generar-los s'han de tractar de manera correcte. 
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Per últim punt a tenir en consideració en aquest projecte és el ús constant de les instal·lacions, 
degut a que el servei de salut ha de donar atenció 24 hores al dia, 7 dies a la setmana els 365 dies 
de l'any els equips que conformen la xarxa es veuen exposats a un ús molt elevat, pel que la seva 
esperança de vida es veu reduïda, i es necessari renovar l'equipament cada poc temps. Una de les 
solucions davant d'aquest problema és utilitzar la opció de lloguer de equips, moltíssimes 
empreses actualment donen el servei de lloguer de material, aquest servei permet que la empresa 
en qüestió es faci càrrec del manteniment i reemplaçament dels equips, d'aquesta manera ens 
assegurem que els equips no es sobre utilitzen , funcionen de manera òptima i no generem tants 
residus. (88)  
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CONCLUSIONS 
Avui en dia les tecnologies estan arreu, cada part del món per petita que sigui està connectada. 
Aquest fet permet compartir informació de manera instantània amb diferents extrems del 
planeta. Per aquest motiu és importantíssim dotar als centres sanitaris d'una estructura de xarxa 
eficient i tecnològicament avançada. 
L'illa de Santiago requeria de la renovació de l'estructura de xarxa del seu sistema sanitari d'atenció 
primària, arrel d'aquest objectiu i davant de la necessitat d'adaptar-nos al constant creixement 
tecnològic s'ha presentat un disseny de les xarxes que garanteix el bon funcionament de la 
transmissió i la seguretat de les dades. 
Des del primer dia que es va posar en marxa aquest projecte s'han analitzat totes les opcions que 
hi han al mercat avui en dia per tal de trobar la que millor encaixi amb les necessitats d'aquest. Un 
dels objectius més puntals d'aquest TFG va ser trobar l'estructura de xarxa idònia i escollir el millor 
cablejat i equipament que permetés dotar a les clíniques de la velocitat de transmissió necessària 
per al seu correcte funcionament. Davant aquest repte es va optar per escollir cable de parell 
trenat de categoria 6a, ja que permet la transmissió de dades a alta velocitat i el seu preu és més 
baix que el de la fibra òptica. 
Per tal d'assegurar que el projecte que s'ha dissenyat era funcional i eficaç es va crear una 
simulació amb el programa Cisco Packet tracer que permet dissenyar tot tipus de xarxa, ja que té 
un ampli ventall de possibilitats per escollir el millor equipament i cablejat. Gràcies a aquesta 
simulació es va poder configurar les VPN entre els centres que van permetre garantir la 
comunicació entre ells.  
Així mateix, la simulació va permetre generar un conjunt de VLANs, que fan la xarxa molt més 
segura, organitzada i eficient. Amb les VLANs es va poder assignar IPs a cada dispositiu en funció 
del departament al que formés part. Un cop creades les VLAN es va poder habilitar l'assignació 
dinàmica d'IPs mitjançant la configuració d'un servidor DHCP. Mitjançant la configuració de IP 
dinàmica cada dispositiu va rebre una direcció IP en funció de la VLAN a la que pertanyia.   
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Així mateix la simulació ens va permetre configurar molts equips de xarxa, com Routers, Switch, 
Firewalls, access point, Servidors i telèfons VoIP. Tot això ens va permetre fer la xarxa a la nostra 
mida, configurant cada paràmetre als requisits que presentava el projecte. A més a més, la 
simulació ens va permetre testejar que realment les configuracions implementades, equipaments 
escollits i la estructura de la xarxa plantejada era correcte, ja que es va poder demostrar que els 
centres estaven interconnectats i tenien un funcionament òptim. 
Un altre dels objectius va ser centralitzar les dades dels centres, per tal de fer-ho es va plantejar 
una base de dades que permet recollir la informació més important. Aquesta base de dades, degut 
que els centres estan interconnectats , permet compartir les dades de tots els centres sanitaris, 
pel que mitjançant aquesta solució s'ha pogut cobrir la necessitat que hi havia.  
Cal afegir que de cara a una millora en el projecte es podria ampliar el disseny de la base de dades 
i aplicar-ho a una web real, que facilités la gestió dels centres d'una manera més acurada i precisa.  
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PRESSUPOST 
Seguidament es mostrarà el cost total que suposaria realitzar aquest projecte. En el pressupost 
s'ha inclòs les despeses d'enginyeria, disseny i instal·lació. Dins d'aquest pressupost també s'ha 
analitzat el preu de contractar els distribuïdors d'internet.  
COST D'ENGINYERIA 
En aquesta secció del pressupost s'analitza el cost de la feina realitzada per al personal contractat 
durant la realització d'aquest projecte. Per tal de poder realitzar el projecte es necessiten diferents 
treballadors. 
• Enginyers: Són els encarregats de dissenyar la xarxa, gestionar el propi projecte, realitzar 
la simulació per tal de verificar que el disseny plantejat funciona correctament i crear la 
base de dades. 
• Tècnics especialitzats: Són els encarregats de supervisar el muntatge de la instal·lació de 
xarxa. 
• Operaris: S'encarreguen del muntatge. 
El preu per hora que figura en el pressupost s'ha obtingut del Conveni col·lectiu del sector 
d’empreses d’enginyeria y oficines d’estudis tècnics, Resolució del 18 de gener de 2017 (89) 
Per tal de calcular el preu per hora s'ha identificat cada professió segons els nivells que apareixen 
en el document oficial anteriorment citat i s'ha dividit entre el còmput total d'hores anuals segons 
el conveni.  
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Després d'analitzar el preu mínim per hora que sortia en el conveni s'ha establert el preu al que es 
pagaria a cada professional.  
Cal dir que el preu mínim no es considera just per a la feina que s'ha realitzat en aquest projecte. 
 
PROFESSIÓ SOU MÍNIM ANUAL JORNADA ANUAL PREU MÍNIM HORA 
ENGINYERS 23.618,28 € 1800 H 13,13 €/H 
TÈCNICS 
ESPECIALITZATS 
15.510,18 € 1800 H 8,62 €/H 
OPERARIS 13.555,22 € 1800 H 7,54 €/H 
Taula 35: Salari mínim per professió. (90) 
Un cop fixat el preu hora i analitzar la quantitat d'hores que s'han invertit en cada tasca del projecte 
(Veure Apartat Cronograma de la memòria) s'ha calculat el preu total de la realització del disseny 
i de la futura implementació del projecte.  
Els preus que figuren en la taula inferior s'han calculat tenint en compte que la feina la realitza 
solament un enginyer que cobra el preu mínim segons el conveni col·lectiu. (90) 
 
TASCA HORES PREU HORA COST TASCA 
PLANTEJAMENT DE 
PLÀNOLS 
30 13,13 393,90 € 
ESQUEMA DE XARXA 
TOTAL 60 13,13 787,80 € 
ESQUEMA DE XARXA PER 
CAP SANTA CRUZ 
15 13,13 196,95 € 
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ESQUEMA DE XARXA PER 
CLÍNIQUES PRAIA I SANTA 
CATERINA 
15 13,13 196,95 € 
CREACIÓ PLÀNOLS DE 
DISTRIBUCIÓ 
30 13,13 393,90 € 
CREACIÓ PLÀNOLS DE 
CABLEJAT 30 13,13 393,90 € 
CREACIÓ PLÀNOLS DE 
EQUIPAMENT 15 13,13 196,95 € 
SIMULACIÓ 75 13,13 984,75 € 
BASE DE DADES 30 13,13 393,90 € 
SELECCIÓ 
D'EQUIPAMENT 30 13,13 393,90 € 
PLÀNOLS DE RACK 15 13,13 196,95 € 
PRESSUPOST 15 13,13 196,95 € 




Taula 36: Cost de tasques per temps invertit en el projecte (23) 
Després d'analitzar el cost del disseny del projecte s'ha fet una estimació del preu de la 
implementació d'aquest mitjançant la distribució d'hores de feina a tècnics i operaris que durien 







 COST  
TÈCNICS 
ESPECIALITZATS 
3 200 8,62             5.172 €  
OPERARIS 7 200 7,54           10.556 €  
COST TOTAL EN PERSONAL           15.728 €  
Taula 37: Cost de la implementació (23) 
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Es contempla que per a cada clínica es destinarà un tècnic especialitzat, i que per cada planta  es 
contempla 1 operari per a la realització de la instal·lació. 
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COST DE DISSENY 
En aquest apartat es calcula el cost de compra dels materials informàtics necessaris per a dur a 
terme el projecte. 
EQUIPS QUANTITAT PREU PER UNITAT PREU TOTAL 
ACCESS POINT 7 34 238 € 
CONSOLA 3 1100 3300 € 
FIREWALL 3 351 1053 € 
IMPRESSORES 87 115 10000 € 
LLICENCIA WINDOWS 1 229 229 € 
ORDINADORS 141 329 46389 € 
PASSA CABLES 7 14 98 € 
PATCH PANNEL 26 36 936 € 
RACKS DE 6U 19 57 1083 € 
RACKS GRANS 3 360 1080 € 
SAI 7 875 6125 € 
SERVIDORS 9 800 7200 € 
SWITCH PRINCIPAL 7 300 2100 € 
SWITCH SECUNDARI 28 150 4200 € 
TELÈFONS 141 43 6049 € 
VENTILADORS RACK 9 100 900 € 
TOTAL 90.985 € 
Taula 38: Cost del disseny (23) 
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BOBINA DE CABLE PCcomponente
s 
BOCAT6305M 74 25 1.850,00 € 
LATIGUILLOS AT&T 14M6AHA020A
-GY61 
1,56 473 737,88 € 
REIXA PASSACABLES AISCAN BMPZ330 8 550 4.400,00 € 
ROSETES DIGITUS DN-9006-N 1,8 473 851,40 € 
REIXA CORBA AISCAN CH90330 4,5 20 90,00 € 




Bettermann. GK-53100 15 158 2.365,00 € 
CONNECTORS Nanocable - 0,3 473 141,90 € 
Total 10.506,18 € 
Taula 39:Cost d’instal·lació (23) 
Cal tenir en compte que per al càlcul de cablejat s'ha tingut en compte un extra per a les 
cantonades i canalitzacions verticals. Amb aquest gran nombre de metres es cablejaran els 3 
centres. Concretament 7 plantes de aproximadament 400m2. 
Per tal de calcular les distàncies es necessari tenir en compte que les canaletes de superfície 
mesuren 6m, i que el fals sostre està a una alçada de 3m del terra. 
 
Disseny De Les Xarxes De Dades Dels Centres Sanitaris De L'illa De Santiago  
  Cristina Caso Roso 
  x 
 
  
Disseny De Les Xarxes De Dades Dels Centres Sanitaris De L'illa De Santiago  
  Cristina Caso Roso 
  xi 
COST ANUALITATS 
Per tal de poder tenir accés a internet és necessari contractar als ISP (Internet Service provider). 
A la següent taula es mostra el preu total per any. Aquest preu inclou els 3 centres, i per obtenir-
lo s'ha multiplicat les mensualitats per 12 i per el número de centres. 
 







180 6480 € 
BACKUP CABO VERDE 
TELECOM 
BACKUP 45 1620 € 
TOTAL 8100 € 
Taula 40: Costos anuals (91) 
COST TOTAL 
El cost total del projecte tindria en compte els següents costos: 
• Cost d'enginyeria: 23.606 €  
• Cost de disseny: 90.985 € 
• Cost d'instal·lació: 10.506,18 € 
Els costos anuals de manteniment no s'han tingut en compte per al pressupost del projecte. 
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1. DISTRIBUCIÓ ROSETES  
CENTRE D'ATENCIÓ PRIMÀRIA DE SANTA CRUZ 
PLANTA 0:  
ZONA Nº SALA NOM SALA Nº EQUIPS 
DE XARXA 
DESCRIPCIÓ EQUIPS Nº 
ROSETES 
ID ROSETES SWITCH  
URGENCIES 1 SALA D'ATENCIÓ 
D'URGÈNCIES 
2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 UR1-1, UR1-2, UR1-3  SW4 
CONSULTORI 2 CONSULTORI 2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 CO2-1, CO2-2, CO2-3 SW4 
CONSULTORI 3 CONSULTORI 2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 CO3-1, CO3-2, CO3-3 SW4 
CONSULTORI 4 CONSULTORI 2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 CO4-1, CO4-2, CO4-3 SW4 
EXTRACCIONS 5 EXTRACCIONS 2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 EX5-1, EX5-2, EX5-3 SW4 
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CURES 6 CURES 2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 CU6-1, CU6-2, CU6-3 SW2 
CONSULTORI 7 CONSULTORI 2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 CO7-1, CO7-2, CO7-3 SW2 
RECEPCIÓ 8 RECEPCIÓ 5 2 ORDINADORS, 2 TELÈFONS 
IP, 1 IMPRESORA DE XARXA 
8 RE8-1, RE8-2, RE8-3, RE8-
4, RE8-5, RE8-6, RE8-7, 
RE8-8 
SW3 
OFICINES 9 OFICINES 13 6 ORDINADORS, 6 TELÈFONS 
IP, UNA IMPRESORA DE 
XARXA 
20 OF9-1, OF9-2, OF9-3, 
OF9-4, OF9-5, OF9-6, 
OF9-7,OF9-8,OF9-9,OF9-
10, OF9-11, OF9-12, OF9-
13, OF9-14, OF9-15, OF9-
16, OF9-17, OF9-18, OF9-
19, OF9-20 
SW1 
GERENCIA 10 GERENCIA 2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 GE10-1, GE10-2, GE10-3 SW1 
TELECOMUNICACIONS 11 SALA RACK - - 0 - - 
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URGENCIES 12 SALA D'ATENCIÓ 
D'URGÈNCIES 
2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 UR12-1, UR12-2, UR12-3 SW2 
URGENCIES 13 SALA D'ATENCIÓ 
D'URGÈNCIES 
2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 UR13-1, UR13-2, UR13-3 SW2 
CONSULTORI 14 CONSULTORI 2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 CO14-1, CO14-2, CO14-3 SW2 
CONSULTORI 15 CONSULTORI 2 ORDINADOR, TELÈFON, 
IMPRESORA LOCAL 
3 CO15-1, CO15-2, CO15-3 SW2 
SALA DE REUNIONS 16 SALA DE 
REUNIONS 
3 ORDINADOR,TELÈFON IP, 
IMPRESORA DE XARXA 
5 SR16-1, SR16-2, SR16-3, 
SR16-4, SR16-5 
SW3 
ROSETES TOTALS: 69 
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ID ROSETES SWITCH 
SALA DE 
TELECOMUNICACIONS 
1 SALA DE 
TELECOMUNICACIONS 
- - - - - 
OFICINES 5 OFICINES 1 11 5 ORDINADORS, 5 TELÈFONS 
IP, 1 IMPRESSORA XARXA 
17 OF5-1, OF5-2, OF5-3, OF5-4, OF5-5, 
OF5-6, OF5-7, OF5-8, OF5-9, OF5-
10, OF5-11, OF5-12, OF5-13, OF5-
14, OF5-15, OF5-16, OF5-17 
SW1 
SALA DE REUNIONS 9 SALA DE REUNIONS 2-
P1 
3 TELÈFON IP, ORDINADOR, 
IMPRESSORA DE XARXA 
5 SR9-1, SR9-2, SR9-3, SR9-4, SR9-5 SW1 
OFICINES 10 OFICINES 3 11 5 TELÈFONS IP, 5 
ORDINADORS, 1 
IMPRESSORA DE XARXA 
17 OF10-1, OF10-2, OF10-3, OF10-4, 
OF10-5, OF10-6, OF10-7, OF10-8, 
OF10-9, OF10-10, OF10-11, OF10-
12, OF10-13, OF10-14, OF10-15, 
OF10-16, OF10-17 
SW2 
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CONSULTORI 11 CONSULTORI 1 2 ORDINADOR, TELÈFON IP, 
IMPRESORA LOCAL 
3 CO11-1, CO11-2, CO11-3 SW2 
PROVES MÈDIQUES 3 SALA DE PROVES 
MÈDIQUES 1 
2 ORDINADOR, TELÈFON IP, 
IMPRESORA LOCAL 
3 PR3-1, PR3-2, PR3-3 SW3 
PROVES MÈDIQUES 4 SALA DE PROVES 
MÈDIQUES 2 
2 ORDINADOR, TELÈFON IP, 
IMPRESORA LOCAL 
3 PR4-1, PR4-2, PR4-3 SW3 
PROVES MÈDIQUES 6 SALA DE PROVES 
MÈDIQUES 3 
2 ORDINADOR, TELÈFON IP, 
IMPRESORA LOCAL 
3 PR6-1, PR6-2, PR6-3 SW3 
CONSULTORI 12 CONSULTORI 2 2 ORDINADOR, TELÈFON IP, 
IMPRESORA LOCAL 
3 CO12-1, CO12-2, CO12-3 SW3 
CONSULTORI 13 CONSULTORI 3 2 ORDINADOR, TELÈFON IP, 
IMPRESORA LOCAL 
3 CO13-1, CO13-2, CO13-3 SW3 
CONSULTORI 14 CONSULTORI 4 2 ORDINADOR, TELÈFON IP, 
IMPRESORA LOCAL 
3 CO14-1, CO14-2, CO14-3 SW3 
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SALA DE REUNIONS 2 SALA DE REUNIONS 1-
P1 
3 TELÈFON IP, ORDINADOR, 
IMPRESSORA DE XARXA 
5 SR2-1, SR2-2, SR2-3, SR2-4, SR2-5 SW4 
RECEPCIÓ 7 RECEPCIÓ PLANTA 1 7 3 ORDINADORS, 3 TELÈFONS 
IP, 1 IMPRESSORA DE XARXA 
11 RE7-1, RE7-2, RE7-3, RE7-4, RE7-5, 
RE7-6, RE7-7, RE7-8, RE7-9, RE7-10, 
RE7-11 
SW4 
OFICINES 8 OFICINES 2 9 4 ORDINADORS, 4 TELÈFONS 
IP, 1 IMPRESSORA 
14 OF8-1, OF8-2, OF8-3, OF8-4, OF8-5, 
OF8-6, OF8-7, OF8-8, OF8-9, OF8-
10, OF8-11, OF8-12, OF8-13, OF8-14 
SW5 
TOTAL DE ROSETES 90 
 
  





NOM SALA Nº EQUIPS 
DE XARXA 
DESCRIPCIÓ EQUIPS Nº 
ROSETES 
ID ROSETES SWITCH 
SALA DE 
TELECOMUNICACIONS 
1 SALA DE 
TELECOMUNICACIONS 
- - - - - 
BOX 5 BOX 2 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 BO5-1, BO5-2, BO5-3 SW1 
RECEPCIÓ URGÈNCIES 1 6 RECEPCIÓ ENTRADA 
AMBULÀNCIES 
5 2 ORDINADORS, 2 
TELÈFONS IP, 1 
IMPRESSORA DE XARXA 
8 RE6-1, RE6-2, RE6-3, RE6-4, 
RE6-5, RE6-6, RE6-7, RE6-8 
SW1 
BOX 7 BOX 3 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 BO7-1, BO7-2, BO7-3 SW1 
BOX 10 BOX 4 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 BO10-1, BO10-2, BO10-3 SW1 
BOX 11 BOX 5 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 BO11-1, BO11-2, BO11-3 SW2 
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BOX 12 BOX 6 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 BO12-1, BO12-2, BO12-3 SW2 
OFICINES 16 OFICINES 2 P0 9 4 ORDINADORS, 4 
TELÈFONS IP, 1 
IMPRESSORA DE XARXA 
14 OF16-1, OF16-2, OF16-3, 
OF16-4, OF16-5, OF16-6, 
OF16-7, OF16-8, OF16-9, 
OF16-10, OF16-11, OF16-
12, OF16-13, OF16-14 
SW2 
BOX TRIPLE 13 BOX TRIPLE P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 BO13-1, BO13-2, BO13-3 SW3 
RECEPCIÓ URGÈNCIES 2 17 RECEPCIÓ URGÈNCIES 
3 LLOCS 
7 3 ORDINADORS, 3 
TELÈFONS IP, 1 
IMPRESSORA DE XARXA 
11 RE17-1, RE17-2, RE17-3, 
RE17-4, RE17-5, RE17-6, 
RE17-7, RE17-8, RE17-9, 
RE17-10, RE17-11 
SW3 
CONSULTA 18 CONSULTA 5 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CO18-1, CO18-2, CO18-3 SW3 
CONSULTA 19 CONSULTA 6 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CO19-1, CO19-2, CO19-3 SW3 
CONSULTA 2 CONSULTA 1 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CO2-1, CO2-2, CO2-3 SW4 
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BOX 3 BOX 1 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 BO3-1, BO3-2, BO3-3 SW4 
CONSULTA 4 CONSULTA 2 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CO4-1, CO4-2, CO4-3 SW4 
CONSULTA 8 CONSULTA 3 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CO8-1, CO8-2, CO8-3 SW4 
CONSULTA 14 CONSULTA 4 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CO14-1, CO14-2, CO14-3 SW4 
EXTRACCIONS 20 EXTRACCIONS P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 EX20-1, EX20-2, EX20-3 SW4 
CONSULTA 21 CONSULTA 7 P0 2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CO21-1, CO21-2, CO21-3 SW4 
OFICINES 15 OFICINES 1 P0 9 4 ORDINADORS, 4 
TELÈFONS IP, 1 
IMPRESSORA DE XARXA 
14 OF15-1, OF15-2, OF15-3, 
OF15-4, OF15-5, OF15-6, 
OF15-7, OF15-8, OF15-9, 
OF15-10, OF15-11, OF15-
12, OF15-13, OF15-14 
SW5 
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RECEPCIÓ 9 RECEPCIÓ 7 3 ORDINADORS, 3 
TELÈFONS IP, 1 
IMPRESSORA DE XARXA 
11 RE9-1, RE9-2, RE9-3, RE9-4, 
RE9-5, RE9-6, RE9-7, RE9-8, 
RE9-9, RE9-10, RE9-11 
SW6 





NOM SALA Nº EQUIPS 
DE XARXA 
DESCRIPCIÓ EQUIPS Nº 
ROSETES 
ID ROSETES SWITCH 
SALA DE 
TELECOMUNICACIONS 
1 SALA DE 
TELECOMUNICACIONS 
- - - - - 
SALA DE CIRUGIA MENOR 2 SALA DE CIRUGIA 
MENOR 1 
2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CM2-1, CM2-2, CM2-3 SW1 
SALA DE CIRUGIA MENOR 3 SALA DE CIRUGIA 
MENOR 2 
2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CM3-1, CM3-2, CM3-3 SW1 
SALA DE CIRUGIA MENOR 4 SALA DE CIRUGIA 
MENOR 3 
2 ORDINADOR, TELÈFON 
IP, IMPRESSORA LOCAL 
3 CM4-1, CM4-2, CM4-3 SW1 
TOTAL ROSETES 9  
2. DISTRIBUCIÓ DE CABLEJAT 
CENTRE D'ATENCIÓ PRIMÀRIA DE SANTA CRUZ: 
ORIGEN CABLE DESTÍ CABLE DISTÀNCIA EN 
METRES 
CABLE NECESSARI EN 
METRES 
SWITCH PRINCIPAL SWITCH SECUNDARI 1 1 - 
SWITCH PRINCIPAL SWITCH SECUNDARI 2 11 17 
SWITCH PRINCIPAL SWITCH SECUNDARI 3 18 27 
SWITCH PRINCIPAL SWITCH SECUNDARI 4 15 23 
SWITCH SECUNDARI 2 CU6-1 1,75 3 
SWITCH SECUNDARI 2 CU6-2 1,75 3 
SWITCH SECUNDARI 2 CU6-3 1,75 3 
SWITCH SECUNDARI 2 CO7-1 3,5 6 
SWITCH SECUNDARI 2 CO7-2 3,5 6 
SWITCH SECUNDARI 2 CO7-3 3,5 6 
SWITCH SECUNDARI 2 UR12-1 12,5 19 
SWITCH SECUNDARI 2 UR12-2 12,5 19 
SWITCH SECUNDARI 2 UR12-3 12,5 19 
SWITCH SECUNDARI 2 UR13-1 10 15 
SWITCH SECUNDARI 2 UR13-2 10 15 
SWITCH SECUNDARI 2 UR13-3 10 15 
SWITCH SECUNDARI 2 CO14-1 11 17 
SWITCH SECUNDARI 2 CO14-2 11 17 
SWITCH SECUNDARI 2 CO14-3 11 17 
SWITCH SECUNDARI 2 CO15-1 13 20 
SWITCH SECUNDARI 2 CO15-2 13 20 
SWITCH SECUNDARI 2 CO15-3 13 20 
SWITCH SECUNDARI 3 RE8-1 8 12 
SWITCH SECUNDARI 3 RE8-2 8 12 
SWITCH SECUNDARI 3 RE8-3 8 12 
SWITCH SECUNDARI 3 RE8-4 8 12 
SWITCH SECUNDARI 3 RE8-5 8 12 
SWITCH SECUNDARI 3 RE8-6 8 12 
SWITCH SECUNDARI 3 RE8-7 8 12 
SWITCH SECUNDARI 3 RE8-8 8 12 
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SWITCH SECUNDARI 3 SR16-1 1,5 3 
SWITCH SECUNDARI 3 SR16-2 1,5 3 
SWITCH SECUNDARI 3 SR16-3 1,5 3 
SWITCH SECUNDARI 3 SR16-4 1,5 3 
SWITCH SECUNDARI 3 SR16-5 1,5 3 
SWITCH SECUNDARI 4 UR1-1 13,5 21 
SWITCH SECUNDARI 4 UR1-2 13,5 21 
SWITCH SECUNDARI 4 UR1-3 13,5 21 
SWITCH SECUNDARI 4 CO2-1 11,15 17 
SWITCH SECUNDARI 4 CO2-2 11,15 17 
SWITCH SECUNDARI 4 CO2-3 11,15 17 
SWITCH SECUNDARI 4 CO3-1 10 15 
SWITCH SECUNDARI 4 CO3-2 10 15 
SWITCH SECUNDARI 4 CO3-3 10 15 
SWITCH SECUNDARI 4 CO4-1 12 18 
SWITCH SECUNDARI 4 CO4-2 12 18 
SWITCH SECUNDARI 4 CO4-3 12 18 
SWITCH SECUNDARI 4 EX5-1 9 14 
SWITCH SECUNDARI 4 EX5-2 9 14 
SWITCH SECUNDARI 4 EX5-3 9 14 
SWITCH SECUNDARI 1 OF9-1 17,5 27 
SWITCH SECUNDARI 1 OF9-2 17,5 27 
SWITCH SECUNDARI 1 OF9-3 17,5 27 
SWITCH SECUNDARI 1 OF9-4 17,5 27 
SWITCH SECUNDARI 1 OF9-5 17,5 27 
SWITCH SECUNDARI 1 OF9-6 17,5 27 
SWITCH SECUNDARI 1 OF9-7 17,5 27 
SWITCH SECUNDARI 1 OF9-8 17,5 27 
SWITCH SECUNDARI 1 OF9-9 17,5 27 
SWITCH SECUNDARI 1 OF9-10 17,5 27 
SWITCH SECUNDARI 1 OF9-11 17,5 27 
SWITCH SECUNDARI 1 OF9-12 17,5 27 
SWITCH SECUNDARI 1 OF9-13 17,5 27 
SWITCH SECUNDARI 1 OF9-14 17,5 27 
SWITCH SECUNDARI 1 OF9-15 17,5 27 
SWITCH SECUNDARI 1 OF9-16 17,5 27 
SWITCH SECUNDARI 1 OF9-17 17,5 27 
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SWITCH SECUNDARI 1 OF9-18 17,5 27 
SWITCH SECUNDARI 1 OF9-19 17,5 27 
SWITCH SECUNDARI 1 OF9-20 17,5 27 
SWITCH SECUNDARI 1 GE10-1 1 2 
SWITCH SECUNDARI 1 GE10-2 1 2 
SWITCH SECUNDARI 1 GE10-3 1 2 
CENTRES DE SALUT DE PRAIA I DE SANTA CATERINA: 
PLANTA S1: 
ORIGEN CABLE DESTÍ CABLE DISTÀNCIA EN 
METRES 
CABLE NECESSARI EN 
METRES 
SWITCH PRINCIPAL SWITCH SECUNDARI 1 1 - 
SWITCH SECUNDARI 1 CM2-1 6 9 
SWITCH SECUNDARI 1 CM2-2 6 9 
SWITCH SECUNDARI 1 CM2-3 6 9 
SWITCH SECUNDARI 1 CM3-1 12 18 
SWITCH SECUNDARI 1 CM3-2 12 18 
SWITCH SECUNDARI 1 CM3-3 12 18 
SWITCH SECUNDARI 1 CM4-1 16 24 
SWITCH SECUNDARI 1 CM4-2 16 24 
SWITCH SECUNDARI 1 CM4-3 16 24 
PLANTA 0: 
ORIGEN CABLE DESTÍ CABLE DISTÀNCIA  CABLE NECESSARI 
SWITCH PRINCIPAL SWITCH SECUNDARI 1 1 - 
SWITCH PRINCIPAL SWITCH SECUNDARI 2 10 18 
SWITCH PRINCIPAL SWITCH SECUNDARI 3 16 24 
SWITCH PRINCIPAL SWITCH SECUNDARI 4 18 27 
SWITCH PRINCIPAL SWITCH SECUNDARI 5 18 27 
SWITCH PRINCIPAL SWITCH SECUNDARI 6 18 27 
SWITCH SECUNDARI 1 BO5-1 9 14 
SWITCH SECUNDARI 1 BO5-2 9 14 
SWITCH SECUNDARI 1 BO5-3 9 14 
SWITCH SECUNDARI 1 RE6-1 11 17 
SWITCH SECUNDARI 1 RE6-2 11 17 
SWITCH SECUNDARI 1 RE6-3 11 17 
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SWITCH SECUNDARI 1 RE6-4 11 17 
SWITCH SECUNDARI 1 RE6-5 11 17 
SWITCH SECUNDARI 1 RE6-6 11 17 
SWITCH SECUNDARI 1 RE6-7 11 17 
SWITCH SECUNDARI 1 RE6-8 11 17 
SWITCH SECUNDARI 1 BO7-1 12 18 
SWITCH SECUNDARI 1 BO7-2 12 18 
SWITCH SECUNDARI 1 BO7-3 12 18 
SWITCH SECUNDARI 1 BO10-1 15 23 
SWITCH SECUNDARI 1 BO10-2 15 23 
SWITCH SECUNDARI 1 BO10-3 15 23 
SWITCH SECUNDARI 1 ACCES POINT 1 2 
SWITCH SECUNDARI 2 BO11-1 2 3 
SWITCH SECUNDARI 2 BO11-2 2 3 
SWITCH SECUNDARI 2 BO11-3 2 3 
SWITCH SECUNDARI 2 BO12-1 3 5 
SWITCH SECUNDARI 2 BO12-2 3 5 
SWITCH SECUNDARI 2 BO12-3 3 5 
SWITCH SECUNDARI 2 OF16-1 6 9 
SWITCH SECUNDARI 2 OF16-2 6 9 
SWITCH SECUNDARI 2 OF16-3 6 9 
SWITCH SECUNDARI 2 OF16-4 6 9 
SWITCH SECUNDARI 2 OF16-5 6 9 
SWITCH SECUNDARI 2 OF16-6 6 9 
SWITCH SECUNDARI 2 OF16-7 6 9 
SWITCH SECUNDARI 2 OF16-8 6 9 
SWITCH SECUNDARI 2 OF16-9 6 9 
SWITCH SECUNDARI 2 OF16-10 6 9 
SWITCH SECUNDARI 2 OF16-11 6 9 
SWITCH SECUNDARI 2 OF16-12 6 9 
SWITCH SECUNDARI 2 OF16-13 6 9 
SWITCH SECUNDARI 2 OF16-14 6 9 
SWITCH SECUNDARI 3 BO13-1 7 11 
SWITCH SECUNDARI 3 BO13-2 7 11 
SWITCH SECUNDARI 3 BO13-3 7 11 
SWITCH SECUNDARI 3 RE17-1 10 15 
SWITCH SECUNDARI 3 RE17-2 10 15 
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SWITCH SECUNDARI 3 RE17-3 10 15 
SWITCH SECUNDARI 3 RE17-4 10 15 
SWITCH SECUNDARI 3 RE17-5 10 15 
SWITCH SECUNDARI 3 RE17-6 10 15 
SWITCH SECUNDARI 3 RE17-7 10 15 
SWITCH SECUNDARI 3 RE17-8 10 15 
SWITCH SECUNDARI 3 RE17-9 10 15 
SWITCH SECUNDARI 3 RE17-10 10 15 
SWITCH SECUNDARI 3 RE17-11 10 15 
SWITCH SECUNDARI 3 CO18-1 3 5 
SWITCH SECUNDARI 3 CO18-2 3 5 
SWITCH SECUNDARI 3 CO18-3 3 5 
SWITCH SECUNDARI 3  CO19-1 6 9 
SWITCH SECUNDARI 3  CO19-2 6 9 
SWITCH SECUNDARI 3  CO19-3 6 9 
SWITCH SECUNDARI 4 CO2-1 15 23 
SWITCH SECUNDARI 4 CO2-2 15 23 
SWITCH SECUNDARI 4 CO2-3 15 23 
SWITCH SECUNDARI 4 BO3-1 11 17 
SWITCH SECUNDARI 4 BO3-2 11 17 
SWITCH SECUNDARI 4 BO3-3 11 17 
SWITCH SECUNDARI 4 CO4-1 10 15 
SWITCH SECUNDARI 4 CO4-2 10 15 
SWITCH SECUNDARI 4 CO4-3 10 15 
SWITCH SECUNDARI 4 CO8-1 7 11 
SWITCH SECUNDARI 4 CO8-2 7 11 
SWITCH SECUNDARI 4 CO8-3 7 11 
SWITCH SECUNDARI 4 CO14-1 6,5 10 
SWITCH SECUNDARI 4 CO14-2 6,5 10 
SWITCH SECUNDARI 4 CO14-3 6,5 10 
SWITCH SECUNDARI 4 EX20-1 6 9 
SWITCH SECUNDARI 4 EX20-2 6 9 
SWITCH SECUNDARI 4 EX20-3 6 9 
SWITCH SECUNDARI 4 CO21-1 10 15 
SWITCH SECUNDARI 4 CO21-2 10 15 
SWITCH SECUNDARI 4 CO21-3 10 15 
SWITCH SECUNDARI 5 OF15-1 9 14 
Disseny d’una xarxa d’ordinadors  Cristina Caso Roso 
 
SWITCH SECUNDARI 5 OF15-2 9 14 
SWITCH SECUNDARI 5 OF15-3 9 14 
SWITCH SECUNDARI 5 OF15-4 9 14 
SWITCH SECUNDARI 5 OF15-5 9 14 
SWITCH SECUNDARI 5 OF15-6 9 14 
SWITCH SECUNDARI 5 OF15-7 9 14 
SWITCH SECUNDARI 5 OF15-8 9 14 
SWITCH SECUNDARI 5 OF15-9 9 14 
SWITCH SECUNDARI 5 OF15-10 9 14 
SWITCH SECUNDARI 5 OF15-11 9 14 
SWITCH SECUNDARI 5 OF15-12 9 14 
SWITCH SECUNDARI 5 OF15-13 9 14 
SWITCH SECUNDARI 5 OF15-14 9 14 
SWITCH SECUNDARI 6 RE9-1 6,5 10 
SWITCH SECUNDARI 6 RE9-2 6,5 10 
SWITCH SECUNDARI 6 RE9-3 6,5 10 
SWITCH SECUNDARI 6 RE9-4 6,5 10 
SWITCH SECUNDARI 6 RE9-5 6,5 10 
SWITCH SECUNDARI 6 RE9-6 6,5 10 
SWITCH SECUNDARI 6 RE9-7 6,5 10 
SWITCH SECUNDARI 6 RE9-8 6,5 10 
SWITCH SECUNDARI 6 RE9-9 6,5 10 
SWITCH SECUNDARI 6 RE9-10 6,5 10 
SWITCH SECUNDARI 6 RE9-11 6,5 10 
PLANTA 1: 
ORIGEN CABLE DESTÍ CABLE DISTÀNCIA  CABLE NECESSARI  
SWITCH PRINCIPAL SWITCH SECUNDARI 1 1 - 
SWITCH PRINCIPAL SWITCH SECUNDARI 2 16 24 
SWITCH PRINCIPAL SWITCH SECUNDARI 3 14,5 22 
SWITCH PRINCIPAL SWITCH SECUNDARI 4 11 17 
SWITCH PRINCIPAL SWITCH SECUNDARI 5 19 29 
SWITCH SECUNDARI 1 OF5-1 14 21 
SWITCH SECUNDARI 1 OF5-2 14 21 
SWITCH SECUNDARI 1 OF5-3 14 21 
SWITCH SECUNDARI 1 OF5-4 14 21 
SWITCH SECUNDARI 1 OF5-5 14 21 
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SWITCH SECUNDARI 1 OF5-6 14 21 
SWITCH SECUNDARI 1 OF5-7 14 21 
SWITCH SECUNDARI 1 OF5-8 14 21 
SWITCH SECUNDARI 1 OF5-9 14 21 
SWITCH SECUNDARI 1 OF5-10 14 21 
SWITCH SECUNDARI 1 OF5-11 14 21 
SWITCH SECUNDARI 1 OF5-12 14 21 
SWITCH SECUNDARI 1 OF5-13 14 21 
SWITCH SECUNDARI 1 OF5-14 14 21 
SWITCH SECUNDARI 1 OF5-15 14 21 
SWITCH SECUNDARI 1 OF5-16 14 21 
SWITCH SECUNDARI 1 OF5-17 14 21 
SWITCH SECUNDARI 1 SR9-1 15 23 
SWITCH SECUNDARI 1 SR9-2 15 23 
SWITCH SECUNDARI 1 SR9-3 15 23 
SWITCH SECUNDARI 1 SR9-4 15 23 
SWITCH SECUNDARI 1 SR9-5 15 23 
SWITCH SECUNDARI 2 OF10-1 11 17 
SWITCH SECUNDARI 2 OF10-2 11 17 
SWITCH SECUNDARI 2 OF10-3 11 17 
SWITCH SECUNDARI 2 OF10-4 11 17 
SWITCH SECUNDARI 2 OF10-5 11 17 
SWITCH SECUNDARI 2 OF10-6 11 17 
SWITCH SECUNDARI 2 OF10-7 11 17 
SWITCH SECUNDARI 2 OF10-8 11 17 
SWITCH SECUNDARI 2 OF10-9 11 17 
SWITCH SECUNDARI 2 OF10-10 11 17 
SWITCH SECUNDARI 2 OF10-11 11 17 
SWITCH SECUNDARI 2 OF10-12 11 17 
SWITCH SECUNDARI 2 OF10-13 11 17 
SWITCH SECUNDARI 2 OF10-14 11 17 
SWITCH SECUNDARI 2 OF10-15 11 17 
SWITCH SECUNDARI 2 OF10-16 11 17 
SWITCH SECUNDARI 2 OF10-17 11 17 
SWITCH SECUNDARI 2 CO11-1 7 11 
SWITCH SECUNDARI 2 CO11-2 7 11 
SWITCH SECUNDARI 2 CO11-3 7 11 
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SWITCH SECUNDARI 3 PR3-1 10 15 
SWITCH SECUNDARI 3 PR3-2 10 15 
SWITCH SECUNDARI 3 PR3-3 10 15 
SWITCH SECUNDARI 3 PR4-1 8 12 
SWITCH SECUNDARI 3 PR4-2 8 12 
SWITCH SECUNDARI 3 PR4-3 8 12 
SWITCH SECUNDARI 3 PR6-1 4 6 
SWITCH SECUNDARI 3 PR6-2 4 6 
SWITCH SECUNDARI 3 PR6-3 4 6 
SWITCH SECUNDARI 3 CO12-1 8 12 
SWITCH SECUNDARI 3 CO12-2 8 12 
SWITCH SECUNDARI 3 CO12-3 8 12 
SWITCH SECUNDARI 3 CO13-1 12 18 
SWITCH SECUNDARI 3 CO13-2 12 18 
SWITCH SECUNDARI 3 CO13-3 12 18 
SWITCH SECUNDARI 3 CO14-1 16 24 
SWITCH SECUNDARI 3 CO14-2 16 24 
SWITCH SECUNDARI 3 CO14-3 16 24 
SWITCH SECUNDARI 4 SR2-1 2 3 
SWITCH SECUNDARI 4 SR2-2 2 3 
SWITCH SECUNDARI 4 SR2-3 2 3 
SWITCH SECUNDARI 4 SR2-4 2 3 
SWITCH SECUNDARI 4 SR2-5 2 3 
SWITCH SECUNDARI 4 RE7-1 15 23 
SWITCH SECUNDARI 4 RE7-2 15 23 
SWITCH SECUNDARI 4 RE7-3 15 23 
SWITCH SECUNDARI 4 RE7-4 15 23 
SWITCH SECUNDARI 4 RE7-5 15 23 
SWITCH SECUNDARI 4 RE7-6 15 23 
SWITCH SECUNDARI 4 RE7-7 15 23 
SWITCH SECUNDARI 4 RE7-8 15 23 
SWITCH SECUNDARI 4 RE7-9 15 23 
SWITCH SECUNDARI 4 RE7-10 15 23 
SWITCH SECUNDARI 4 RE7-11 15 23 
SWITCH SECUNDARI 5 OF8-1 9 14 
SWITCH SECUNDARI 5 OF8-2 9 14 
SWITCH SECUNDARI 5 OF8-3 9 14 
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SWITCH SECUNDARI 5 OF8-4 9 14 
SWITCH SECUNDARI 5 OF8-5 9 14 
SWITCH SECUNDARI 5 OF8-6 9 14 
SWITCH SECUNDARI 5 OF8-7 9 14 
SWITCH SECUNDARI 5 OF8-8 9 14 
SWITCH SECUNDARI 5 OF8-9 9 14 
SWITCH SECUNDARI 5 OF8-10 9 14 
SWITCH SECUNDARI 5 OF8-11 9 14 
SWITCH SECUNDARI 5 OF8-12 9 14 
SWITCH SECUNDARI 5 OF8-13 9 14 
SWITCH SECUNDARI 5 OF8-14 9 14 
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4. CODI EMPRAT EN LA SIMULACIÓ CISCO PACKET TRACER 
CODI EMPRAT PER A LA CONFIGURACIÓ DEL FIREWALL ASA: 




ciscoasa> conf terminal 
ciscoasa(conf)> interface GigabitEthernet0/0 
ciscoasa(GiEth0/0)> nameif outside 
ciscoasa(outside)> security-level 0 
ciscoasa(outside)> ip address 8.8.8.0 255.255.255.0 
ciscoasa(outside)> exit 
ciscoasa(conf)>interface GigabitEthernet0/1 
ciscoasa(GiEth0/1)> nameif inside 
ciscoasa(inside)>security-level 100 
ciscoasa(inside)> ip address 192.168.0.1 255.255.224.0 
ciscoasa(inside)> exit 
ciscoasa(conf)>interface GigabitEthernet0/2 
ciscoasa(GiEth0/2)> nameif DMZ 
ciscoasa(DMZ)>security-level 50 
ciscoasa(DMZ)> ip address 192.168.0.1 255.255.224.0 
ciscoasa(DMZ)> exit 
ciscoasa(conf)>route inside 192.168.1.0 255.255.224.0 192.168.0.254 1 
ciscoasa(conf)>route DMZ 192.168.1.0 255.255.224.0 192.168.0.254 2 
ciscoasa(conf)>route outside 0.0.0.0 0.0.0.0 8.8.8.1 
ciscoasa(conf)>http server enable 
ciscoasa(conf)>http 192.168.0.0 255.255.254.0 inside 
ciscoasa(conf)>no snmp-server location 
ciscoasa(conf)>no snmp-server contact 
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ciscoasa(conf)>snmp-server enable traps snmp authentication linkup linkdown coldstart 
ciscoasa(conf)> exit 
ciscoasa>exit 
CODI EMPRAT PER A LA ASSIGNACIÓ DE IPs ALS PORTS  DEL ROUTER DEL CPD: 
Router> enable 
Router# configure terminal 
Router(config)# interface fa0/0 
Router(config-if)# ip address 192.168.0.1 255.255.192.0 
Router(config-if)# no shutdown 
Router(config-if)# exit 
Router(config)# interface Se0/2/0 
Router(config-if)# ip address 10.2.2.2 255.255.255.252 
Router(config-if)# no shutdown 
Router(config-if)# exit 
Router(config)# interface Se0/2/1 
Router(config-if)# ip address 10.1.1.2 255.255.255.252 
Router(config-if)# no shutdown 
Router(config-if)# exit 
Router(config)# interface Se0/3/1 
Router(config-if)# ip address 10.3.3.2 255.255.255.252 
Router(config-if)# no shutdown 
Router(config-if)# exit 
Router(config)# exit 
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Router# exit 
CODI EMPRAT PER A LA ASSIGNACIÓ D'IP A LA XARXA DEL CENTRE D'ATENCIÓ PRIMÀRIA 
DE SANTA CRUZ: 
Router> enable 
Router# configure terminal 
Router(config)# interface fa0/0 
Router(config-if)# ip address 192.168.64.1 255.255.192.0 
Router(config-if)# no shutdown 
Router(config-if)# exit 
Router(config)# interface Se0/2/0 
Router(config-if)# ip address 10.1.1.1 255.255.255.252 
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CAP_SWPPL_01(config)#INTerface Range Gi 1/0/1-1/1/4 
CAP_SWPPL_01(config)#switchport trunk encapsulation dot1q 
CAP_SWPPL_01(config)# exit 
CAP_SWPPL_01#exit 





Switch(config)#interface vlan 104 
Switch(config-if)#ip ad 
Switch(config-if)#ip address 192.168.80.1 255.255.240.0 
Switch(config-if)#ex 
Switch(config)#interface vlan 103 
Switch(config-if)#ip address 192.168.96.1 255.255.248.0 
Switch(config-if)#ex 
Switch(config)#interface vlan 102 
Switch(config-if)#ip address 192.168.104.1 255.255.248.0 
Switch(config-if)#ex 
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Switch(config)#interface vlan 105 
Switch(config-if)#ip address 192.168.112.1 255.255.248.0 
Switch(config-if)#ex 
Switch(config)#interface vlan 106 


























%LINK-5-CHANGED: Interface Vlan105, changed state to up 
Switch(config-vlan)#na 











CODI EMPRAT PER A LA ASSIGNACIÓ  DE LES VLANs ALS PORTS CORRESPONENTS DEL 
SWITCH: 
Switch(config)#interface range GigabitEthernet1/0/2 - GigabitEthernet1/0/4 
Switch(config-if-range)#switchport mode access 
Switch(config-if-range)#switchport access vlan 103 
Switch(config-if-range)#exit 
Switch(config)#interface GigabitEthernet1/0/8 
Switch(config-if)#switchport mode access 
Switch(config-if)#switchport access vlan 105 
Switch(config-if)#exit 
CODI EMPRAT PER HABILITAR EL DHCP ALS SWITCH: 
Switch(config)#ip dhcp pool voice 
Switch(dhcp-config)#network 192.168.120.0 255.255.248.0 
Switch(dhcp-config)#default-router 192.168.120.1 
Switch(dhcp-config)#option 150 ip 192.168.0.5 
Switch(dhcp-config)#exit 
Switch(config)#ip dhcp pool acces 
Switch(dhcp-config)#network 192.168.80.0 255.255.240.0 
Switch(dhcp-config)#default-router 192.168.80.1 
Switch(dhcp-config)#exit 
Switch(config)#ip dhcp pool metges 
Switch(dhcp-config)#network 192.168.96.0 255.255.248.0 




Switch(config)#ip dhcp pool gerencia 
Switch(dhcp-config)#network 192.168.104.0 255.255.248.0 
Switch(dhcp-config)#default-router 192.168.104.1 
Switch(dhcp-config)#exit 
Switch(config)#ip dhcp pool Admin 
Switch(dhcp-config)#network 192.168.112.0 255.255.248.0 
Switch(dhcp-config)#default-router 192.168.112.1 
Switch(dhcp-config)#exit 
CODI EMPRAT PER A LA CONFIGURACIÓ DE LES VPN: 
Router CPD 
Router_CPD> enable 
Router_CPD # configure terminal 
Router_CPD (conf) # interface Fa0/0 
Router_CPD (confif) # ip adress 192.168.0.1 255.255.192.0 
Router_CPD (confif) # no shutdown 
Router_CPD (confif) # exit 
Router_CPD (conf) # interface Se 0/2/1 
Router_CPD (confif) # ip adress 10.1.1.2 255.255.255.252 
Router_CPD (confif) # clock rate 128000 
Router_CPD (confif) # exit 
Router_CPD (conf) # interface Se 0/2/0 
Router_CPD (confif) # ip adress 10.2.2.2 255.255.255.252 
Router_CPD (confif) # clock rate 128000 
Router_CPD (confif) # exit 
Router_CPD (conf) # interface Se 0/3/1 
Router_CPD (confif) # ip adress 10.3.3.2 255.255.255.252 
Router_CPD (confif) # clock rate 128000 
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Router de Santa Cruz 
Router_Santa_Cruz> enable 
Router_Santa_Cruz # configure terminal 
Router_Santa_Cruz (conf) # interface Fa0/0 
Router_Santa_Cruz (confif) # ip adress 192.168.64.1 255.255.192.0 
Router_Santa_Cruz (confif) # no shutdown 
Router_Santa_Cruz (confif) # exit 
Router_Santa_Cruz (conf) # interface Se 0/2/0 
Router_Santa_Cruz (confif) # ip adress 10.1.1.1 255.255.255.252 
Router_Santa_Cruz(confif) # clock rate 128000 
Router_Santa_Cruz(confif) # exit 
Router_Santa_Cruz(conf) #ip route 192.168.0.0 255.255.192.0 10.1.1.2 
Router_Santa_Cruz(confif) # exit 
Router_Santa_Cruz(conf) #interface tunnel 0 
Router_Santa_Cruz (confif) # ip adress 192.167.64.1 255.255.255.252 
Router_Santa_Cruz (confif) # tunnel source Se 0/2/0 
Router_Santa_Cruz (confif) # tunnel destination 10.2.2.1 
Router_Santa_Cruz(conf) #interface tunnel 2 
Router_Santa_Cruz (confif) # ip adress 192.165.64.2 255.255.255.252 
Router_Santa_Cruz (confif) # tunnel source Se 0/2/0 
Router_Santa_Cruz (confif) # tunnel destination 10.3.3.1 
Router_Santa_Cruz(confif) # exit 
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Router Santa Caterina 
Router_Santa_Caterina> enable 
Router_Santa_Caterina # configure terminal 
Router_Santa_Caterina (conf) # interface Fa0/0 
Router_Santa_Caterinaz (confif) # ip adress 192.168.128.1 255.255.192.0 
Router_Santa_Caterina (confif) # no shutdown 
Router_Santa_Caterinaz (confif) # exit 
Router_Santa_Caterina (conf) # interface Se 0/2/1 
Router_Santa_Caterina (confif) # ip adress 10.2.2.1 255.255.255.252 
Router_Santa_Caterina (confif) # clock rate 128000 
Router_Santa_Caterina(confif) # exit 
Router_Santa_Caterina(conf) #ip route 192.168.0.0 255.255.192.0 10.2.2.2 
Router_Santa_Caterina(confif) # exit 
Router_Santa_Caterina(conf) #interface tunnel 0 
Router_Santa_Caterina (confif) # ip adress 192.167.64.2 255.255.255.252 
Router_Santa_Caterina (confif) # tunnel source Se 0/2/1 
Router_Santa_Caterina (confif) # tunnel destination 10.1.1.1 
Router_Santa_Caterina(conf) #interface tunnel 1 
Router_Santa_Caterina (confif) # ip adress 192.166.64.1 255.255.255.252 
Router_Santa_Caterina (confif) # tunnel source Se 0/2/1 
Router_Santa_Caterina (confif) # tunnel destination 10.3.3.1 
Router_Santa_Caterina(confif) # exit 
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Router de Praia 
Router_Praia> enable 
Router_Praia # configure terminal 
Router_Praia (conf) # interface Fa0/0 
Router_Praia (confif) # ip adress 192.168.192.1 255.255.192.0 
Router_Praia (confif) # no shutdown 
Router_Praia (confif) # exit 
Router_Praia (conf) # interface Se 0/2/1 
Router_Praia (confif) # ip adress 10.3.3.1 255.255.255.252 
Router_Praia (confif) # clock rate 128000 
Router_Praia(confif) # exit 
Router_Praia (conf) #ip route 192.168.0.0 255.255.192.0 10..3.3.2 
Router_Praia(confif) # exit 
Router_Praiaa(conf) #interface tunnel 2 
Router_Praia (confif) # ip adress 192.165.64.1 255.255.255.252 
Router_Praia (confif) # tunnel source Se 0/2/1 
Router_Praia (confif) # tunnel destination 10.1.1.1 
Router_Praia(conf) #interface tunnel 1 
Router_Praia (confif) # ip adress 192.166.64.2 255.255.255.252 
Router_Praia (confif) # tunnel source Se 0/2/1 
Router_Praia (confif) # tunnel destination 10.2.2.1 
Router_Praia(confif) # exit 
 
