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Постановка проблеми та її актуальність. З 
кінця 20-го століття людство вступило в нову 
епоху – епоху інформаційного суспільства. На 
сьогоднішній день досить важко уявити собі 
життя особи без надання інформації про себе 
іншим членам суспільства, державним органам, 
організаціям, роботодавцеві. 
Надання своїх персональних даних особою 
найчастіше пов’язане із вступом у певні пра-
вовідносини (в нашому випадку – трудові). Зро-
зуміло, що надання отримання, зберігання, 
обробка та використання таких даних, врахову-
ючи їх специфічний характер, повинно мати, 
по-перше, чітке визначення окремих понять та 
категорій, а, по-друге, бути регламентовано 
нормативно-правовими актами. Актуальність 
теми дослідження полягає саме у з’ясуванні 
окремих положень нормативно-правового регу-
лювання та захисту персональних даних 
працівників задля забезпечення основополож-
них прав і свобод людини, як фундаментальної 
складової сучасного прогресивного суспільства. 
Аналіз досліджень і публікацій. Питанням 
визначення поняття «персональні дані пра-
цівника» та проблемами їх захисту займалися 
такі науковці, як Г. І. Чанишева, Р. І. Чанишев, 
І. Я. Кисельов, А. М. Чернобай, М. В. Сорочи-
шин, Л. В. Тихомирова, І. М. Хужокова та бага-
то інших. 
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Метою даної статті є проведення аналізу 
міжнародного та національного законодавства 
задля надання чіткого розуміння окремих теоре-
тико-правових категорій, існуючих у сучасному 
трудовому та інформаційному праві та 
з’ясування правової природи права на захист 
персональних даних особи і, зокрема, механізму 
його забезпечення. 
Виклад основного матеріалу. На 
сьогоднішній день як для трудового права, так і 
для права загалом інформаційна складова є 
особливо важливою. Значення інформації у 
наші часи зростає з кожним днем і вона визна-
чається як найвища цінність з точки зору ма-
теріального наповнення. Саме до такої категорії 
як інформація відносяться персональні дані 
особи. І одними з чи не найактуальніших питань 
є саме питання, пов’язані з визначенням поняття 
персональних даних, їх обробкою та захистом. 
Досліджуючи ці питання, насамперед, по-
трібно звернути увагу на основоположні 
міжнародні та національні нормативно-правові 
акти, які містять у собі фундаментальні поняття 
про персональні дані, серед яких акти ООН, 
МОП, Ради Європи, Європейського Союзу. Так, 
у ст. 12 Загальної декларації прав людини пе-
редбачено, що ніхто не може зазнавати довіль-
ного втручання в особисте і сімейне життя, 
довільно посягати на його честь та репута-
цію [1]. Кожен має право на захист закону від 
такого втручання. Стаття 17 Міжнародного пак-
ту про громадянські та політичні права прого-
лошує заборону на втручання в особисте і 
сімейне життя та незаконне посягання на честь і 
репутацію [2]. Важливе значення мали ст. 8 і 
ст. 10 Європейської конвенції про захист прав 
людини і основних свобод, ратифікованої 
Україною [3]. На відміну від положень Загаль-
ної декларації 1948 року в Європейській кон-
венції за-значається, що право на невтручання в 
особисте життя не є абсолютним, а може бути 
обмежено у визначених випадках: коли таке 
втручання передбачене законом і є необхідним 
у демократичному суспільстві в інтересах 
національної безпеки і громадського порядку, 
економічного благополуччя країни, в цілях за-
побігання заворушень або злочинів, для охоро-
ни здоров’я або моральності чи захисту прав і 
свобод інших осіб. 
Відтак, і в нашій країні статтею 32 Консти-
туції України проголошено право людини на 
невтручання в її особисте життя. Крім того, не 
допускається збирання, зберігання, використан-
ня поширення конфіденційної інформації про 
особу без її згоди, крім випадків, визначених за-
коном, і лише в інтересах національної безпеки, 
економічного добробуту та прав людини [4]. 
З метою конкретизації права людини, гаран-
тованого статтею 32 Конституції України, та 
визначення механізмів його реалізації 1 червня 
2010 року Верховною Радою України було 
прийнято Закон України «Про захист персо-
нальних даних», який набрав чинності з 1 січня 
2011 року [5]. Предметом правового регулю-
вання даного закону є правовідносини, 
пов’язані із захистом і обробкою персональних 
даних. 
Визначення поняття «персональні дані» 
наводиться в абзаці восьмому статті 2 вищеза-
значеного закону, відповідно до якого персо-
нальними даними є відомості чи сукупність ві-
до-мостей про фізичну особу, яка ідентифікова-
на або може бути конкретно ідентифікована [5]. 
Але законодавством України, як відзначає 
І. М. Сопілко, не встановлено і не може бути 
встановлено чіткого переліку відомостей про 
фізичну особу, які є персональними даними, 
задля можливості застосування положень Зако-
ну України «Про захист персональних даних» 
до різноманітних ситуацій, в тому числі при 
обробці персональних даних в інформаційних 
(автоматизованих) базах та картотеках персо-
нальних даних, що можуть виникнути у май-
бутньому, у зв’язку зі зміною в технологічній, 
соціальній, економічній та інших сферах сус-
пільного життя [6, с. 941]. 
Для глибшого розуміння питання про нако-
пичення і зберігання персональних даних по-
трібно з’ясувати поняття «база персональних 
даних», яке визначене абзацом другим статті 2 
Закону України «Про захист персональних да-
них», відповідно до якого база персональних 
даних – іменована сукупність упорядкованих 
персональних даних в електронній формі та/або 
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у формі картотек персональних даних [5]. 
Відповідно, персональні дані одночасно можуть 
бути упорядковані і в електронній формі, і в 
формі картотек. 
Враховуючи зазначене, Міністерство юстиції 
України пояснило, що база персональних даних 
є упорядкованою сукупністю логічно 
пов’язаних даних про фізичних осіб: 1) що 
зберігаються та обробляються відповідним про-
грамним забезпеченням, є базою персо-нальних 
даних в електронній формі; 2) що зберігаються 
та обробляються на паперових носіях інфор-
мації, є базою персональних даних у формі кар-
тотек [7]. 
Такі дані мають бути структуровані за визна-
ченими критеріями, що стосуються фізичних 
осіб, щоб забезпечити легкий доступ до 
відповідних персональних даних [7]. 
Як уже зазначалося вище, відомості чи су-
купність відомостей про фізичну особу, яка 
ідентифікована або може бути конкретно іден-
тифікована, є персональними даними. Пер-
винними джерелами відомостей про фізичну 
особу є: видані на її ім’я документи; підписані 
нею документи; відомості, які особа надає про 
себе. 
Таким чином, відомості про працівників, 
відображені в кадрових документах, зокрема 
про вік, дату і місце народження, місце прожи-
вання, ідентифікаційний номер, со-ціальний 
статус, пільги відповідно до законодавства 
(одинокі матері, жінки з дітьми віком до трьох 
років, «чорнобильці», неповнолітні, пенсіонери 
тощо), з точки зору Закону України «Про захист 
персональних даних», вважаються персональ-
ними даними, які у своїй сукупності складають 
базу персональних даних або її части-
ну [8, с. 139]. 
Крім того, документація підприємств, уста-
нов та організацій в електронній формі та/або у 
формі картотек, що містить певним чином 
структуровані персональні дані найманих 
працівників, також вважається базою персо-
нальних даних або її частиною. 
Персональні дані працівника потрібно 
розглядати як будь-яку інформацію, яка сто-
сується конкретного працівника та необхідна 
роботодавцю у зв’язку з використанням праці 
цього працівника на підставі трудового догово-
ру. Це може бути тільки така інформація, яка 
необхідна роботодавцю у зв’язку з трудовими 
правовідносинами. Відповідно, поняття персо-
нальних даних працівника вужче поняття пер-
сональних даних про особу, оскільки йдеться не 
про всі відомості (факти, події, обставини життя 
фізичної особи), а тільки про такі обставини, що 
можуть характеризувати фізичну особу як 
працівника [9, с. 9]. 
Законними підставами, які зобов’язують ро-
ботодавця володіти певними персональними да-
ними найманих працівників, можуть бути такі 
акти: 1) КЗпП України [10]; 2) пункти 2-4 по-
станови Кабінету Міністрів України «Про тру-
дові книжки працівників»; 3) пункти 1.3 та 
1.4 Інструкції про порядок ведення трудових 
книжок працівників, затвердженої наказом 
Міністерства праці України, Міністерства юс-
тиції України, Міністерства соціального захисту 
населення України від 29 липня 1993 року № 58; 
4) акти законодавства, якими встановлені обме-
ження, гарантії, компенсації, пільги у сфері тру-
дових та соціальних правовідносин. 
Фактично, будь-яка кадрова документація, 
статистична, податкова та інша звітність в елек-
тронній формі та/або у формі картотек, яка 
обробляється роботодавцем і містить персо-
нальні дані працівників, може вважатися базою 
персональних даних чи складовою частиною ба-
зи персональних даних. 
Наступним актуальним питанням є обробка 
персональних даних у сфері трудових відносин. 
Ведення бази даних працівників підприємства, 
що пов’язане зі збиранням, реєстрацією, нако-
пиченням, зберіганням, адаптуванням, зміною, 
поновленням, використанням і поширенням 
(розповсюдженням, реалізацією, передачею), 
знеособленням, знищенням відомостей про 
фізичних осіб, є обробкою персональних да-
них [8, с. 154]. 
Здійснення дій з обробки персональних да-
них передбачає наявність правових підстав такої 
обробки: згода суб’єкта персональних даних на 
обробку його персональних даних; дозвіл на 
обробку персональних даних, наданий во-
лодільцю персональних даних відповідно до за-
кону виключно для здійснення його повнова-
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жень; укладення та виконання правочину, сто-
роною якого є суб’єкт персональних даних або 
який укладено на користь суб’єкта персональ-
них даних чи для здійснення заходів, що пере-
дують укладенню правочину на вимогу суб’єкта 
персональних даних; захист життєво важливих 
інтересів суб’єкта персональних даних; необ-
хідність виконання обов’язку володільця персо-
нальних даних, який передбачений законом; 
необхідність захисту законних інтересів во-
лодільця персональних даних або третьої особи, 
якій передаються персональні дані, крім випад-
ків, коли потреби захисту осно-воположних 
прав і свобод суб’єкта персональних даних у 
зв’язку з обробкою його даних переважають 
такі інтереси [5]. 
Як бачимо, для обробки персональних даних 
працівників потрібно отримати згоду від самих 
працівників. Такою згодою відповідно до 
статті 2 Закону України «Про захист пер-
сональних даних» може бути добровільне во-
левиявлення фізичної особи (за умови її поін-
формованості) щодо надання дозволу на оброб-
ку її персональних даних відповідно до сформу-
льованої мети їх обробки, висловлене у пись-
мовій формі або у формі, що дає змогу зробити 
висновок про надання згоди [5]. Така згода, зо-
крема, може надаватися окремим документом 
або шляхом вказівки про це у заяві про прий-
няття на роботу із зазначенням мети обробки, на 
яку надається згода. 
Аналіз чинного законодавства дає підстави 
стверджувати, що обробка персональних даних 
у базах персональних даних при реалізації пов-
новажень роботодавця у сфері трудових відно-
син може здійснюватися за умов: 1) визначення 
роботодавцем як володільцем персональних да-
них мети та підстави обробки персональних да-
них відповідно до законодавства у сфері трудо-
вих відносин; 2) встановлення складу персо-
нальних даних та процедур їх обробки; 
3) отримання згоди суб’єктів персональних да-
них на обробку їх персональних даних 
відповідно до визначеної мети або права на 
обробку персональних даних, наданого во-
лодільцю персональних даних відповідно до за-
кону; 4) забезпечення захисту персональних да-
них, спрямованих на запо-бігання їх випадкових 
втрати або знищення, незаконної обробки, у то-
му числі незаконного знищення чи доступу до 
персональних даних [11]. 
Слід звернути увагу на те, що забороняється 
обробка персональних даних про расове або 
етнічне походження, політичні, релігійні або 
світоглядні переконання, членство в політичних 
партіях та професійних спілках, а також даних, 
що стосуються здоров’я чи статевого життя, 
біометричних або генетичних даних. Зазначене 
положення не застосовується, якщо, зокрема, 
обробка персональних даних необхідна для 
здійснення прав та виконання обов’язків во-
лодільця у сфері трудових правовідносин 
відповідно до закону із забезпеченням від-
повідного захисту. Так, з метою створення умов 
для дотримання вимог КЗпП роботодавець має 
право на обробку, наприклад, персональних да-
них щодо членства у професійних спілках, да-
них, що стосуються здоров’я працівника. 
Відповідальність за порушення вимог зако-
нодавства про захист персональних даних є 
наступним не менш важливим питанням. Вико-
ристання персональних даних працівниками 
кадрової служби, пов’язаних із персональними 
даними, повинно здійснюватися лише 
відповідно до їхніх професійних чи службових 
або трудових обов’язків. Ці працівники зо-
бов’язані не допускати роз-голошення у будь-
який спосіб персональних даних, які їм було 
довірено або які стали відомі у зв’язку з вико-
нанням професійних чи службових або трудо-
вих обов’язків. 
Відповідно до ст. 28 Закону України «Про 
захист персональних даних», порушення зако-
нодавства про захист персональних даних тягне 
за собою відповідальність, встановлену зако-
ном. 
Як відомо, з 1 січня 2012 року набув чин-
ності Закон України «Про внесення змін до де-
яких законодавчих актів України щодо поси-
лення відповідальності за порушення законо-
давства про захист персональних даних» від 
2 червня 2011 року № 3454-VI, яким передбаче-
на адміністративна та кримінальна відпо-
відальність за порушення посадовими особами 
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підприємств законодавства у сфері захисту пер-
сональних даних [12]. 
Зокрема, згідно зі ст. 188-39 КУпАП 
адміністративна відповідальність настає за: 
1) неповідомлення або несвоєчасне повідом-
лення Уповноваженого Верховної Ради України 
з прав людини про обробку персональних даних 
або про зміну відомостей, які підлягають по-
відомленню згідно із законом, повідомлення 
неповних чи недостовірних відомостей; 2) неви-
конання законних вимог (приписів) Уповнова-
женого Верховної Ради України з прав людини 
або визначених ним посадових осіб секретаріату 
Уповноваженого Верховної Ради України з прав 
людини щодо запобігання або усунення пору-
шень законодавства про захист персональних 
даних; 3) недодержання вста-новленого законо-
давством про захист персональних даних по-
рядку захисту персональних даних, що призвело 
до незаконного доступу до них або порушення 
прав суб’єкта персональних даних [13]. 
Щодо кримінальної відповідальності, то вона 
передбачена ст. 182 КК України і настає за не-
законне збирання, зберігання, використання, 
знищення, поширення конфіденційної інфор-
мації про працівника або незаконну зміну такої 
інформації, крім випадків, передбачених інши-
ми статтями Кримінального кодексу 
України [14]. 
Що ж стосується трудового законодавства, 
то чинним КЗпП не встановлені норми про за-
хист персональних даних працівника, і, 
відповідно, залишається неврегульованою від-
повідальність за порушення порядку захисту за-
значених даних. 
На думку Г. І. Чанишевої та Р. І. Чанишева, 
за порушення роботодавцем норм про захист 
персональних даних працівника не можна за-
стосовувати матеріальну відповідальність, оскі-
льки чинним КЗпП матеріальна відповіда-
льність роботодавця за таке порушення не пе-
редбачена. Водночас працівники підприємства 
(установи, організації), які не забезпечили 
зберігання персональних даних працівника, мо-
жуть бути притягнуті роботодавцем до обмеже-
ної матеріальної відповідальності на підставі 
ст. 132 КЗпП. Притягнення винного працівника 
до повної матеріальної відповідальності в цьому 
випадку не можливе, оскільки ст. 134 КЗпП 
встановлений вичерпний перелік випадків пов-
ної матеріальної відповідальності працівни-
ків [15, с. 252]. 
Крім цього, звільнення за порушення поряд-
ку захисту персональних даних працівника не 
допускається, оскільки в чинному КЗпП така 
підстава розірвання трудового договору, як роз-
голошення охоронюваної законом таємниці (зо-
крема персональних даних іншого пра-цівника), 
відсутня. До винного працівника в цьому разі 
можливе застосування тільки одного з передба-
чених частиною першою ст. 147 КЗпП дисци-
плінарного стягнення – догани [15, с. 252-253]. 
Разом з тим, ч. 1 ст. 237-1 КЗпП визначає, що 
відшкодування власником або уповноваженим 
ним органом моральної шкоди працівнику про-
вадиться в разі, якщо порушення його законних 
прав призвели до моральних страждань, втрати 
нормальних життєвих зв’язків і вимагають від 
нього додаткових зусиль для організації свого 
життя [5]. Наявність такої норми виключає 
можливість застосування цивільного законодав-
ства до відшкодування моральної шкоди в тру-
дових правовідносинах, оскільки визначає інші 
підстави її відшкодування, ніж ті, що визначені 
ст. 1167 ЦК України. Тому вести мову про 
обов’язок роботодавця з відшкодування зав-
даної працівникові моральної шкоди внаслідок 
порушення законодавства про захист персо-
нальних даних можна лише в тому випадку, ко-
ли моральні страждання працівника чи втрата 
ним нормальних життєвих зв’язків або необ-
хідність додаткових зусиль для організації свого 
життя стали наслідком порушення законних 
прав працівника. 
Висновки. Отже, на підставі вище-
викладеного можна зробити висновок, що пер-
сональними даними працівника є відомості чи 
сукупність відомостей про працівника, відобра-
жені в кадрових документах. Поняття персо-
нальних даних працівника вужче поняття пер-
сональних даних про особу, оскільки йдеться не 
про всі відомості (факти, події, обставини життя 
фізичної особи), а тільки про такі обставини, що 
можуть характеризувати фізичну особу як 
працівника, що працює на підставі трудового 
договору з роботодавцем. 
Вишновецький В. М., Якуненко В. Є. 
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