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В последнее время право на неприкосновенность частной жизни является 
важнейшим неотъемлемым объектом конституционного регулирования. Объяс-
няется это прежде всего демократизацией общества и государства, гуманизацией 
и универсализацией права, имплементацией международных стандартов в на-
циональное законодательство, конституционным закреплением приоритетной 
роли человека, его прав и свобод как высшей ценности государства. Особенно 
актуальной в настоящее время является проблема защиты личных данных от их 
свободного распространения в средствах массовой информации, в том числе в 
виртуальной среде, так как помимо официальных источников информации, ин-
тернет-сайтов, где располагается достоверная информация, имеется множество 
социальных сетей, поисковых систем и блогов, «благодаря» которым различная 
информация частного характера стала абсолютно открытой и доступной для лю-
бого пользователя Глобальной сети. В связи с этим ущерб, причиненный по-
средством неправомерного пользования частными данными лица, может быть 
крайне велик и быть как моральным, так и имущественного характера.  
Согласно конституционному положению ст. 28 Конституции Республике 
Беларусь «каждый имеет право на защиту от незаконного вмешательства в его 
личную жизнь, в том числе от посягательств на тайну его корреспонденции, те-
лефонных и иных сообщений, на его честь и достоинство» [1], а правовой нор-
мой ст.4 Закона Республики Беларусь «Об информации, информатизации и за-
щите информации» одним из важнейших принципов правового регулирования 
информационных отношений в Республике Беларусь декларируется защита ин-
формации о частной жизни физического лица и персональных данных [2]. 
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В то же время, обращаясь к белорусскому законодательству, необходимо 
отметить, что, к сожалению, в нем отсутствует четкое определение понятия «ча-
стная жизнь», что вносит неясности в его понимании. Однако при анализе норм 
Инструкции о порядке доступа к архивным документам, содержащим сведения, 
относящиеся к личной тайне граждан, утвержденной Постановлением Мини-
стерства юстиции Республики Беларусь от 24.05.2012 №132, мы можем сформу-
лировать определение понятия «информация о частной жизни». Так, к информа-
ции, относящейся к личной тайне граждан, могут быть отнесены сведения, со-
держащиеся в архивных документах, использование которых без согласия заин-
тересованных лиц (самого гражданина, а после его смерти – его наследников) 
может нанести различного рода ущерб тому или иному лицу [3].  
Многие демократические страны с целью защитить персональные данные 
каждого своего гражданина, и, как следствие, его частную жизнь, вводят в свое 
национальное законодательство специальные правовые акты (кодексы, законы 
или хартии), которые регулируют и охраняют поиск, получение, передачу, сбор, 
обработку, накопление, хранение и распространение личных данных того или 
иного лица, а так же само пользование различной информацией. 
Обращаясь к содержанию ст. 23 Конституции Российской Федерации, не-
обходимо отметить, что в ней также декларируется право каждого на неприкос-
новенность частной жизни, личную и семейную тайну, защиту своей чести и 
доброго имени, а также право на тайну переписки, телефонных переговоров, 
почтовых, телеграфных и иных сообщений. Согласно содержанию определений 
Конституционного Суда Российской Федерации, под частной жизнью следует 
понимать ту часть жизнедеятельности человека, которая имеет отношение к от-
дельному лицу, касается только его и не подлежит контролю со стороны обще-
ства и государства, если она не носит противоправного характера [4].  
При анализе Федерального Закона РФ «О внесении изменений в Феде-
ральный закон «Об информации, информационных технологиях и защите ин-
формации» и отдельные законодательные акты Российской Федерации по во-
просам упорядочения обмена информации с использованием информационно-
телекоммуникационных сетей» от 5 мая 2014 года № 97-ФЗ также можно найти 
нормы, защищающие и обеспечивающие неприкосновенность частной жизни 
лица. 
Так, в статье 102 определены обязанности блогера при размещении на 
своем сетевом СМИ информации, в том числе проверять достоверность разме-
щаемой общедоступной информации до ее размещения и незамедлительно уда-
лять размещенную недостоверную информацию; не допускать распространение 
информации о частной жизни гражданина с нарушением гражданского законо-
дательства; соблюдать права и законные интересы граждан и организаций, в том 
числе честь, достоинство и деловую репутацию граждан и организаций. Также 
не допускается при размещении информации на сайте или странице сайта в сети 
"Интернет" распространение информации с целью опорочить гражданина или 
отдельные категории граждан по признакам пола, возраста, расовой или нацио-
нальной принадлежности, языка, отношения к религии, профессии, места жи-
тельства и работы, а также в связи с их политическими убеждениями (ст. 2). 
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13 июля 2015 года по инициативе помощника президента Игоря Щеголева 
Федеральным Собранием были внесены соответствующие изменения в Феде-
ральный закон "Об информации, информационных технологиях и о защите ин-
формации" (так называемый Закон «о праве на забвение») и статьи 29 и 402 
Гражданского процессуального кодекса Российской Федерации. 
Так, статья 103 (Обязанности оператора поисковой системы) дополнена 
положением, в котором говорится, что «оператор поисковой системы по требо-
ванию заявителя обязан прекратить выдачу сведений о ссылке, позволяющих 
получить доступ к информации о заявителе, распространяемой с нарушением 
законодательства Российской Федерации, являющейся недостоверной, а также 
неактуальной, утратившей значение для заявителя». Исключением является 
лишь информация о событиях, «содержащих признаки уголовно наказуемых 
деяний, сроки привлечения к уголовной ответственности по которым не истекли, 
и информации о совершении гражданином преступления, по которому не снята 
или не погашена судимость» [5].  
Обращаясь к законодательству в этой сфере в Республике Беларусь, необ-
ходимо отметить, что свобода поиска, получения, передачи, сбора, обработки, 
накопления, хранения, распространения, а так же пользование информацией ре-
гулируется Законом Республики Беларусь от 10 ноября 2008 г. №455-3 «Об ин-
формации, информатизации и защите информации» [2]. В Законе косвенно пре-
дусмотрено «право на забвение», то есть каждый человек в судебном порядке 
вправе запросить у оператора поисковой системы, удалить недостоверную, лжи-
вую или клеветническую информацию. Кроме того, некоторыми статьями Уго-
ловного кодекса и Кодекса об административных правонарушениях предусмот-
рен целый ряд составов преступлений и административных правонарушений за 
нарушение правил защиты информации [6].  
На законодательном уровне защита тайны переписки, телефонных и элек-
тронных сообщений обеспечивается и в Великобритании. Так, Актом об элек-
тронной коммуникации 2000 года установлено, что никакая информация, став-
шая известной провайдерам и касающаяся частной жизни лица, не может быть 
разглашена без получения согласия этого лица. В то же время Актом предусмот-
рены и исключения из вышесказанного: подобного рода информация может 
быть раскрыта в интересах следствии по уголовному делу, предотвращения на-
рушения общественной безопасности и некоторых других случаях [7].  
В связи с этим, Закон Италии №675 от 1996 года о защите лиц и других 
субъектов в отношении использования личных данных учредил специальную 
службу в целях обеспечения охраны такой информации, особенно данных, рас-
крывающих расовое и этническое происхождение, религиозные, философские и 
иные убеждения, политические мнения, принадлежность к партиям, профсою-
зам, ассоциациям и организациям религиозного, философского, политического 
или иного общественного характера, а так же персональных данных о состоянии 
здоровья и половой жизни [8]. 
Статьей 13 Конституции Италии закреплено, что личная свобода непри-
косновенна, любое ее ограничение, в том числе задержание, личный досмотр, 
обыск и др., запрещено без мотивированного акта судебной власти, изданного 
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только в случаях и порядке, предусмотренных законом. В то же время понятие 
личной жизни существенно дополнено запретом и любых иных форм ограниче-
ния физической свободы человека. Однако Конституционный суд Италии поста-
новлением 30/1962 исключил из их открытого списка легкие нарушения личной 
свободы, неспособные нанести ущерб личному достоинству и подчинить чело-
века иной, незаконной власти. Судом было проведено различие между дейст-
виями служб публичной безопасности, направленными в соответствии со ст. 13 
Конституции на законное вторжение в личную свободу (например, путем взятия 
крови на анализ или на осмотр частей тела, скрытых одеждой), с одной стороны, 
и, с другой – «внешними» ограничениями (получение отпечатков пальцев или 
фотоснимков), «легкими», кратковременными, не наносящими ущерба свободе 
личности, которые Суд признал законными только в качестве личных повинно-
стей, установленных законом, согласно статье 23 Конституции [9]. 
Стоит сказать, что эта количественная оценка степени ограничения лич-
ной свободы дополняется его качественной оценкой в виде запрета морального 
насилия, наносящего ущерб достоинству личности и юридически ее унижающе-
го. Конституционный суд включил в число таких мер ряд оснований на законе 
полицейских мер, направленных на подчинение специальному надзору лиц, 
предполагаемых социально опасными, готовых к мафиозным действиям или 
спортивному насилию – «тифози». В своих постановлениях 11/1956, 419/1994, 
143/1996 и др. Суд признал существенным элементом понятия личной свободы 
уровень юридической деградации (ограничения прав) личности как соединенный 
с законными мерами физического насилия, так и не связанных с ним [8].  
Кроме того, предметом защиты согласно ст. 15 Конституции Италии явля-
ется закрытое сообщение своих мыслей другому лицу. Такая защита осуществ-
ляется законом и судом. Важно и то, что решение об изъятии почты может быть 
принято только судьей, и только но, но не изымающий ее полицейский может 
знакомиться с ее содержанием. Единственное полномочие, которым наделена 
полиция, заключается в том, что в случае срочной необходимости приказать 
почте приостановить передачу корреспонденции, теряет силу, если в течении 48 
часов в порядке, предусмотренном УПК, не буде принято решение об изъятии 
этой почты. Однако главная гарантия такой свободы заключается в том, что ре-
зультат незаконных ее нарушений не может быть использован в судебном про-
цессе и подлежит уничтожению[9]. 
Заслуживают внимания и конституционные положения Республики 
Польша. Так, в статье 48 Конституции закреплено неотъемлемое право на охра-
ну частной, семейной жизни, чести и доброго имени, а также право решать о 
своей личной жизни. Частью 7 статьи 53 предусмотрено, что никто не может 
быть обязан органами публичной власти раскрывать свое мировоззрение, рели-
гиозные убеждения или вероисповедание. Особенностью является и то, что в со-
ответствии с этими конституционными положениями семья получает опреде-
ленную автономию: родители наделяются правом воспитывать детей по собст-
венному усмотрению, если иное не установлено законом или решением суда. 
Статья 51 дает право не разглашать информацию о своей личности не иначе, как 
на основании закона [11].  
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Это право нашло свое отражение как в действующем законодательстве 
Польши, так и в решениях Конституционного трибунала. В связи с этим необхо-
димо сказать о Законе от 6 сентября 2001 года о доступе к публичной информа-
ции, законе от 22 января 1999 года об охране публичной информации. К приме-
ру, в решении Конституционного трибунала от 19 мая 1998 года установлено, 
что нормативные предписания, требующие указания номера болезни в докумен-
тах, касающихся здоровья гражданина (бюллетень о болезни), противоречат по-
ложениям Конституции, так как в результате этого возможно распространение 
информации личного характера о болезни [12]. 
Важным событием с точки зрения регулирования права на неприкосно-
венность частной жизни является прошедший 25 сентября 2016 года референдум 
в Швейцарии. На нем был одобрен Закон о наблюдении, предусматривающий 
расширение полномочий федеральных спецслужб. Согласно закону, службам 
разрешается вести электронное наблюдение за подозреваемым: прослушивать 
телефоны, проверять электронную почту, а так же вести видеонаблюдение в ча-
стных владениях. Тем не менее, сначала им потребуется соответствующее раз-
решение суда, согласование с Министерством обороны и Правительством стра-
ны. Власти Швейцарии заявили, что подобными возможностями спецслужбы 
будут пользоваться только раз в месяц для наблюдения за самыми опасными по-
дозреваемыми [13. 
Мы согласны с мнением ряда белорусских правоведов, что в Республике 
Беларусь необходимо разработать и принять отдельный правовой акт – напри-
мер, Закон Республики Беларусь «О праве на забвение», который будет ком-
плексно регламентировать вопросы правового регулирования и защиты персо-
нальных данных, закрепит определение понятия «персональные данные», выде-
лит категории общедоступных и конфиденциальных персональных данных с 
особым правовым режимом, обозначит условия и порядок получения, передачи, 
сбора, хранения, обработки, предоставления и удаления персональных данных, 
предусмотрит права и обязанности лиц, чьи персональные данные обрабатыва-
ются, субъектов, осуществляющих обработку персональных данных, закрепит 
иные положения с учетом опыта и ошибок, достоинств и недостатков законода-
тельных актов ранее указанных зарубежных государств.  
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Права ребенка представляют собой совокупность прав и свобод, которыми 
обладает каждый ребенок независимо от происхождения, расовой, националь-
ной, гражданской принадлежности, пола, языка, образования, отношения к рели-
