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по телефону до надання притулку), щорічно виділяються значні 
суми коштів спрямовані на боротьбу з «домашніми кривдниками», 
знімаються фільми, ведуться блоги, пишуться статті, проводяться 
мирні зібрання, соціологічні опитування з метою моніторингу си-
туації та багато всього іншого. Однак, реалії не такі як хотілося б, 
адже досить часто жертви домашнього насильства реально є неза-
хищеними через віддаленість шелтерів, які розташовані, як прави-
ло, у центральних містах; брак коштів на засоби зв’язку або взаглі 
їхня відстуність; нецільове використання виділених коштів тощо.
Таким чином, поширення вказаного правопорушення зумовле-
но не лише схильністю особи до його вчинення, а й поведінкою 
жертви. Вказане обумовлено різними факторами: економічними, 
політичними, психологічними, соціально-культурними. Нара-
зі спостерігаємо активізацію громадськості у напрямку захисту 
жертв домашнього насильства. Вказані дії спрямовані на підви-
щення рівня правової культури наслення, психологічну підтримку 
жертв, їхнє матеріальне забезпечення, у певній мірі носять стриму-
ючий характер для порушників. 
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Анотація. У тезах розглянуто особливості жінки-хакера. Вста-
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Аннотация. В тезисах рассмотрены особенности женщины-ха-
кера. Установлено основные признаки, которые присущи женщи-
нам, что совершают преступления в сфере компьютерных техно-
логий.
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Summary. This work reviews the main features do woman-hacker 
activity. It establishes the main characteristics of women, committing 
crimes in the IT sphere.
Не так давно злочинам в кіберсфері на національному рівні 
приділялась незначна увага, вважалось, що кіберзлочинність може 
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представляти реальну загрозу лише в далекому майбутньому, тепер 
майже ні в кого не виникає сумнівів, що частка кіберзлочинності 
в структурі злочинності України значно збільшилася [1, с. 81]. На 
сучасному етапі розвитку суспільства, злочинність стає все більш 
витонченою, а злочинці все більш винахідливими. Одним з негатив-
них проявів такого прогресу є комп’ютерна злочинність, так би мо-
вити кіберзлочинність. Наразі, поняття, кіберзлочину не закріплено 
на законодавчому рівні та існує багато різних наукових підходів. У 
визначенні поняття, варто погодитись з Ю. Бельским, який зазначав, 
що кіберзлочини – це злочини, які вчиняються в процесі автома-
тизованої обробки інформації за допомогою електронно-обчислю-
вальних машин або через комп’ютерні системи, об’єктом посягання 
яких є суспільні відносини у сфері обігу електронної інформації та 
інші суспільних відносин, у яких комп’ютер виступає кваліфікую-
чою ознакою вчинення злочину (наприклад, комп’ютерне шахрай-
ство, або кібертероризм) [2]. 
Урядова активність з боку світових лідерів у кіберпросторі, 
лобіювання інтересів поза територіальними і національними рам-
ками інформаційної політики та організація і успішна діяльність 
транснаціональних злочинних угруповань, що «фахово» вузько 
спрямовано займаються кіберзлочинністю все це обумовлює необ-
хідність виробленні рекомендацій щодо обрання напрямків і сфер 
видозміни [7, с. 159].
Одним з різновидів злочинця, котрий вчиняє кіберзлочини, є 
хакер - це особа, яка намагається отримати несанкціонований до-
ступ до комп’ютерних систем з метою отримання секретної інфор-
мації [3]. Проблемним питанням у даній сфері є кримінологічна 
характеристика жінки - хакера, визначення її специфічних ознак. 
Це питання стає все більш актуальним, адже з кожним роком до 
сфери комп’ютерних технологій приєднується все більше жінок.
З загальним правилом, жінки вчинять злочини у двох сферах, 
це сфера побуту та професійна сфера. За даними досліджень у кор-
порації «Google» станом на 2018 рік працювало 31% жінок, що ж 
до України, то за статистикою DOU і проекту «Портрет ІТ-фахів-
ця», відсоток жінок у ІТ-сегменті становить - 26%.
В своєму досліджені кіберзлочинності, Лефтеров Л. В. зазна-
чає, що станом на 2018 рік в України серед кримінальних провад-
жень відкритих за ознаками ч. 3 та ч. 4 ст. 190 КК України, 72% з 
них відкриті стосовно чоловіків та 18 % стосовно жінок [4]. Також 
автор у своїй статті, виділив певні ознаки які притаманні кіберзло-
чинцям, зокрема: вони мають середню-спеціальну та середню 
освіту; навички в галузі інформаційних технологій здобуті само-
стійно; схильність до легкого життя та придбання матеріальних 
благ; використовують обман; мають переважно корисливі, ігрові 
та хуліганські мотиви; намагаються контролювати та маніпулю-
вати оточуючими; виявляють більш високий рівень інтелекту; не 
завжди мають навички хорошого вербального спілкування [4]. Не 
можливо не погодитись з тим, що кіберзлочинці є досить закри-
тим особистостями, які більш схильні до усамітненого способу 
життя, важко знаходять спільну мову з оточуючими. Перш за все, 
це пов’язано з тим, що робота у сфері комп’ютерних технологій 
потребує багато часу, через свою складність, тому, часу на спілку-
вання та міжособистісні відносини стає менше.
Трохи іншу думку щодо ознаки освіти кіберзлочинця вислов-
лює Іванченко О.Ю. в своїй роботі, зокрема, вважає, що специфіка 
використання комп’ютерної техніки передбачає високий рівень 
освітнього рівня. Тому серед осіб, що вчиняють кіберзлочини, на-
йчастіше зустрічаються люди з вищою або середньою спеціаль-
ною освітою [4]. 
Як зазначає Головкін Б.М., якщо замислитися, чому більшість 
людей не вчиняють злочинів, то можна припускати, що від злочи-
нів їх утримує совість, острах кримінального покарання, суспіль-
ний осуд чи можливо щось інше [9, с. 223]. За загальним правилом, 
індивідуально-психологічному стану хакера, притаманні: вира-
жені аутичні прояви у сполученні зі соціальним аутсайдерством; 
мстивість; антигуманна спрямованість; озлобленість; відчуття не-
рівності чи другорядності; боязкість та лякливість у соціальних та 
міжособистих стосунках [5].
Дослідження кримінальної поліції Німеччини показали, що в 
середньому хакери - жінки, віком близько 35 років, їм притаман-
ні більш скромні знання в комп’ютерах і взламують комп’ютерні 
системи з допомогою більш легшої обчислювальної техніки, ніж 
чоловіки-хакери. Тільки близько 5 % з них усвідомлювали, що 
здійснюють правопорушення. Щодо особистого життя хакерів, то 
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воно часто потерпає від браку часу, тому сімейний стан більшості 
- “неодружений”. Майже всі з них на момент вчинення злочину 
проживали з батьками. Основний мотив хакерів - отримання ма-
теріальних благ, а в 33,1% - бажання випробувати техніку комп’ю-
терного взлому [6].
 Важливим аспектом в протидії кіберзлочинності, є портрет 
потенційного хакера, тобто кримінологічна характеристика. До 
ознаки жінки-хакера, варто віднести такі: вік 25-35 років; освіта 
середня-спеціальна, вища; сімейний стан “неодружений”; мета 
отримання матеріальних благ; мстивість, антигуманна спрямо-
ваність, озлобленість, закритість, усамітнений спосіб життя.
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