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ABSTRAKT
Në rrjetin kompjuterik, bartja e të dhënave bazohet në protokolin e rrugetimit i cili zgjedh
rruget më të mira në mes të dy nodave. Llojet e ndryshme të protokoleve të rrugetimit
aplikohen në mjedise specifike të rrjetit. Tri tipet më të përdorura të protokolit të rrugetimit
zgjidhen sipas modeleve simuluse: RIP, OSPF dhe EIGRP. RIP(Routing Information
Protocol) është njëri nga protokolet rrugetuese më të vjetra që është akoma në shërbim.
Numri i hapava ësht sistemi metrik që RIP e përdor dhe limiti i hapave e përkufizon
madhsin e rrjetit që RIP mund ta përkrah. OSPF(Open shortest path first) është IGP-ja më e
përdorur në rrjete të mëdha. OSPF bazohet në SPF(Shortest path first) algoritmin i cili
përdoret për të kalkuluar rrugën më të shkurter tek secili nod. EIGRP(Enhanced Interior
Gateway Routing Protocol) është protokoli rrugetues kryesor i Cisco bazuar në Algoritmin
Deffusing Update. EIGRP ka rrugetimin më të shpejt në krahasim me tri protokolet që jemi
duke i testuar.

Përshkrim më i detajuar i këtyre tri protokoleve rrugetuese do të përfshihet më vonë.
Qëllimi ynë është të analizojmë përformancen e këtyre tri protokoleve duke përfshir
konvergjencen e rruges, konvergjencen e kohëzgjatjes dhe vonesen end-to-end. Sipas
konvergjencës mund të shohim cilat protokole janë më të përshtatshme për madhësi dhe tipe
të ndryshme të rrjetave.
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1 HYRJE
Protokolet e rrugëtimit kanë rëndësi të veqantë në rrjeta pasi që me anë të tyre ne mund të
krijojmë komunikim në mes të routerve dhe mund të dijmë cilin router e kemi më afer ose
fqinj dhe cilin më larg dhe sa larg është ai router si dhe madhsinë që ka rrjeta pra prej sa
routerve përbëhet ajo rrjetë. Më poshtë do të spjegoi në detaje për 3 protokolet e rrugëtimit
RIP, OSPF dhe EIGRP ku secila ka karakteristikat e veta që e bënë të veqantë si protocol I
rrugatimit dhe secili mund të përdoret në situata të caktuara ku protokoli RIP është ndër
protokolet më të vjetra që ende edhe sot përdoret.

Do të mundohem që në mënyrë sa më të kjart të sqaroi se si funksionojnë kato protokole si
konfigurohen dhe cilat janë avantazhet dhe dallimet që kanë në mes tyre.

1.1 Bazat e Protokolit të Rugetimit

Një protokol rrugetimi është gjuha që një router komunikon me routerat e tjerë në mënyr që
të shpërndaj informacion rreth arritshmërisë dhe statusit të rrjetit. Përfshin proceduren që të
zgjedhë rrugën më të mirë bazuar në informacionin e arritshmërisë dhe regjistron këtë
informacion në tabelen route. Në mënyrë që të zgjedh rrugen më të mirë, një sistem metrik i
rrugetimit aplikohet dhe kalkulohet nga algoritmi i rrugetimit. [1]

1.2 Routing
Çfarë di një router ?
1. Një router di të gjitha rrjetat që mund ti arrij.
2. Të gjitha rrugët për të arritur deri tek një rrjetë.
3. Rrugët më të mira për të arritur deri tek një rrjetë.
4. Routerat fqinj.
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Gjërat e rëndësishme
•

Për komunikimin end to end nuk është e rëndësishme të keshë vetëm rrugen e
forëardimit por edhe rrugën e kthimit.

•

Nëse ti mund të arrish një host brenda një rrjete nuk do të thotë që ti mund ti arrish të
gjith hostat e asaj rrjete.

•

Fillimisht routeri di vetem për fqinjët me të cilët është i konektuar direkt, prandaj
mund të komunikoj vetem me ta.

•

Routeri duhet të di rrugën për të arritur të rrjeti destinues. [1]

1.3 Bazat e Sistemit Metrik të Rrugetimit
Një system metrik është një variabel e bashkangjitur në routera e cila I radhit ato nga më e
mira te më e dobëta ose nga më e preferuara deri te ajo më pak e preferuar. Protokolet e
ndryshme të rrugetimit kanë sisteme metrike të ndryshme. Kur ka më shumë se një rrugë në
mes të dy nodeve, routeri duhet të caktoj në metod metrike të zgjedhur nga protokoli I
rrugetimit që të kalkulojë rrugën më të mirë. [2]
1.4 Static Routing dhe Dynamic Routing

Static Routing
Siguron rrugen e destinacionit manualisht.
Nuk është shumë i dobishëm në rrjete të mëdha.
Është më i mirë kur duhet të siguroj një rrugë specifike.
Më poshtë kemi një shembull të rrugëtimit statik se si mund të duket në Cisco packet tracer.
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Figura 1. Shembull i Static Routing

Dynamic Routing
Protokolet e rrugetimit konfigurohen në routera.
Shumë i dobishëm në rrjete të mëdha.
Kalkulon rrugën më të mirë automatikishtë.
Më posht kemi një shembull të rrugëtimit dinamik, ku do të tregohet se cilat protokole bëjnë
pjesë në të. Pra rrugëtimi dinamik është shum më i përshtatshëm se rrugëtimi statik e
sidomos për rrjete të mëdha.
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Figura 2. Shembulli i Dynamic Routing

Rrugetimi statik është thjeshtë një proces i cili manualisht përzgjedhë rruget deri te tabela e
rrugetimit përmes një file konfigurues që ngarkohet kur paisja routing starton. Në rrugetimin
statik të gjitha ndryshmet në planifikimin logjik të rrjetit duhet të bëhen manualisht nga
sistemi administrator. Sidoqoftë, rrugetimi dinamik i lejon routerat të zgjedhin rrugen më të
mirë kur ka ndryshim në planifikimin logjik të rrjetit në kohë reale. Në projektin tonë do të
diskutojmë ndryshimet në mes EIGRP, RIP dhe OSPF. Të gjitha këto i takojnë protokoleve
dinamike të rrugetimit. [3]
1.5 Vektori I Distances, Linku I gjendjes Protokoli I avancuar I vektorëve në distancë

Përveç kësaj, shumica e protokoleve rrugetuese mund të klasifikohen në dy klasa: Vektori i
distances dhe Linku i gjendjes. Protokoli rrugetues Vektori i distances bazohet në algoritmin
Bellman- Ford dhe algoritmin Ford-Fulkerson që të kalkuloj rruget. Një protokol i rrugetimit
vektor distanc përdor kalkulimin e distances dhe një vektor i kahjes zgjedh hapin më të mirë
të routerit të raportuar nga routerat fqinj. Kërkon që routeri të informoj fqinjët për
ndryshimet e topologjisë në mënyrë periodike.
Protokolet e rrugetimit Link State ndërtohen mbi një topologji të kompletuar të të gjithë
rrjetit dhe pastaj kalkulohet rruga më e mirë nga kjo topologji e zgjedhur nga të gjitha rrjetat
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e nderlidhura. Kërkon më shumë fuqi procesuese dhe memorie sepse duhet të ketë një pamje
të plotë të rrjetit. Në linkun e gjendjes bënë pjesë protokoli OSPF.
Protokoli i avancuar i vektroëve në distancë është konbinim i dyve Link state protocol dhe
Vektori i distances, karakteristikat më të mira janë përdorur në të, karakteristika më e mirë e
D.V-> konfigurim i thjeshtë, karakteristika më e mirë e L.S->shkakton update dhe
konvergjenca është më e shpejtë, përdoret vetem në EIGRP.

[4]
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2 SHQYRTIMI I LITERATURËS
Historiku
Protokolet e rrugëtimit janë pordorur që një kohë të gjatë që nga viti 1969, arsye e
zhvillimit të tyre ishte nevoja e komunikimit mes institucioneve në aty kohë. Para këtij
rrjeti kompleks që kemi sot, ne kishim një rrjetë të thjeshtë në fillim. Duke dërguar fjalë
të shkurtra në rrjetë dhe gjysma e tyre nuk arrinin fare. Emajla të thjeshtë në mes
institucioneve hulumtuese.
Përgjatë kohës interneti u rritë kështu nevoitej që të zhvilloheshin edhe protokolet e
rrugëtimit. Përderisa interneti u bë më dinamik kështu u bënë edhe protokolet e
rrugëtimit. Në vitin 1969 UCLA dërgon mesazhin e parë në internet në institucionin
Stanford Research. Mesazhi ishte “login” ku vetëm “lo” arriti në destinacion. Ky ishte
mesazhi i parë që u dërgua me sukses. Në vitin 1979 ARPANET(Advanced Research
Projects Agency Network) fillon të implementoj protokolet e së ardhmes të internetit.
Ky ishte shkëmbimi i hershëm i paktave të të dhënave. Historiku i protokolit RIP
shpërndan disa bashkësi të një rrjeti tjetër shum të rëndësishëm Ethernetit. RIP hyri në
përdorim ne vitin 1980 kur UNIX filloi ta përfshinte RIP kur zhvilluesit në Universitetin
e Kalifornisë në Berkeley e adaptuan atë për përdorim në BSD(Berkeley Standard
Distribution). Open Shortest Path First (OSPF) është protokol i rrugëtimit i zhvilluar për
Internet Protokol (IP) nga Interior Gateway Protocol (IGP) i zhvilluar nga një grup
punojsish Internet Engineering Task Force (IETF). Ky grup punojsish u formua në vitin
1988 për të dizajnuar IGP bazuar në algoritmin Shortest Path First (SPF) për tu përdorur
në internet.
Para se EIGRP të shfaqej ne kishim IGRP, Interior Gateëay Routing Protocol. Cisco
shvilloi IGRP në mesin e vitit 1980 si një përgjigje e limitimit që kishte RIP, më së
shumti për hop count metric dhe madhësia e rrjetit prej 15 hapave.

[13]
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2.1 Routing Information Protocol(RIPV2)

RIP është një protokol rrugetues vektor distanc i standardizuar dhe përdor një form të
distances si sistem metrik i llogartjes së hapave. Duke i limituar numrat e hapave të
lejuar në rrugët në mes burimeve dhe destinacioneve, RIP parandalon loop e rrugetimit.
Zakonisht numri më i madh i hapave të lejuar për RIP është 15. Sidoqoftë, duke arritur
parandalimin e loopave të rrugetimit, madhsia e perkrahjes së rrjetave është e kufizuar.
Duke pasur parasysh që numri më i madh i hapave të lejuar për RIP është 15, në qoftëse
numri shkon mbi 15, rruga konsiderohet e paarritshme.
[24]
Kur u zhvillua për herë të parë, RIP ka bërë update qdo 30 sec. Në shpërndarjet e
hershme, trafiku nuk ka qenë i rëndësishem sepse tabelat e rrugetimit kanë qenë mjaft të
vogla. Përderisa rrjetet bëheshin më të mëdha, zgjerimi masiv i trafikut ndodhte brenda
një periudhe kohore 30 sec, dhe pse routerat kanë qenë të inicializuar në kohë të
ndryshme. Për shkak të këtij inicializimi të rastësishem, është zakonisht e kuptueshme që
përditsimet e rrugetimit të bëhne në kohë, por kjo nuk ndodh realisht.[7]
Më poshtë kemi një shembull të protokolit RIP.

Figura 3. Paraqitja e protokolit RIP
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RIP karakteristikat: Përdorët për rrjete të vogla, Metric: numri i hapave, Maksimumi: 15
hapa, Administrativ: distanca 120, RIPv1 dërgon update në broadcast address, RIPv2
dërgon update në multicast address 224.0.0.9. RIP dërgon përditsim të rrugëtimit qdo 30
sekonda, dërgon tabel të plotë të rrugëtimit për qdo përditsim, RIP përdor një form të
distances metrik (në këtë rast hopcount). RIP mbështet IP dhe rrugëtimin IPX, RIP
përdor portin UDP 520.

[17]

Nëse egistojnë më shumë rrugë deri tek destinacioni, RIP do të bëi load balancing në
mes atyre rrugëve (normalisht deri në 4) vetëm nëse hopcount është i barabartë. RIP
përdor sistemin roung-robin të load-balancing në mes të rrugëve të cilat janë në largësi të
njejtë, që mund të qoi deri në pinhole congesion. Për shembull dy rrugë mund të
egzistojnë për tek destinacioni i caktuar, njëra shkon përgjat 9600 baud link, tjetra me
T1. Nëse hopcount është i barabartë, RIP do të bëi load-balance, duke dërguar një sasi të
trafikut të barabartë nën 9600 baud link dhe T1. Kjo do të shkaktoi sloëer link dhe të
bëhet i mbingarkuar.

[14]

RIP Packets
Tregon se a është paketa mesazh për kërkes apo përgjigje e mesazhit. Mesazhi kërkues
kërkon informacion për tabelën rrugëtuese të routerit. Mesazhi që kthen përgjigje
dërgohet periodikisht dhe kur është pranuar një mesazh për kërkes. Mesazhat përgjegjes
periodik quhen update message. Update message përmbajnë komandën, verisionin dhe
25 destinacione (normalisht) dhe qdo njëra prej tyre përfshin IP adresen destinuese dhe
distancen për të arritur at destinacion.

[10]

RIP ka katër timers bazik:
Update timer(default 30 sec): definon sa shpesh routeri dërgon përditsim të tabeles së
rrugetimit.

Invalid timer(default 180 sec): përcakton sa gjatë do të qëndroj një rrugë në tabelen e
rrugetimit para se të bëhet me tik si invalide, nëse nuk ka përditsim rreth asaj rruge.
Invalid timer do të resetohet nëse pranon një përditsim për rrugen specifike para se ti
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kalojë koha. Një rrugë e shënuar si invalide nuk largohet menjëher nga tabela e
rrugetimit. Në vend të kësaj, rruga shënohet me një metrik 16, që do të thotë që rruga
është e paarritshme, dhe do të vendoset në një gjendje pritjeje.

Hold-doën Timer(default 180 sec): specifikon sa gjatë RIP do të mbajë një rrugë duke
pranuar përditësime kur kjo rrugë ndodhet në gjendje pritjeje. Përderisa është në gjendje
pritjeje, RIP nuk do të pranojë përditsime të reja për rrugët derisa koha e pritjes kalon.
Një rrugë kalon në gjendje pritjeje për arsye të më poshtme:
The invalid timer has expired.
Një përditsim është pranuar nga një router tjeter; rruga shkonë në metriken 16(ose e
paarritshme).
Një përditsim është pranuar nga një router tjeter; rruga shkon në një metrik më të madhe
se sa ajo që ishte duke u përdorur.

Flush Timer(default 240 sec): kur nuk ka përditsim të ri të pranuar nga kjo rrugë, Flush
Timer përcakton sa gjatë do të qëndroj rruga në tabelen e rrugetimit përpara se të
largohet. Flush Timer operon në mënyrë simulative me invalid timer, kështu që çdo 60
sec, pasi që shënjezohet si invalid, rruga do të largohet. Kur RIP timer nuk esht në
sinkroni me routerat e tjerë në rrjetin RIP, shkaktohet jobalancim i sistemit. Timer duhet
të vendoset në vler më të madhe se invalid timer.

[6]

2.2 Open Shortest Path First(OSPF)
OSPF është I definuar në RFC 2328 I cili është Gateway Protocol I brendshëm që përdoret
për të shpërndarë informacione të rrugetimit brenda AS(Autonomous System). Duke
përfshirë tri modelet e zgjedhura, OSPF është protokoli I rrugetimit më I përdorur
gjersishtë në rrjetat e mëdha. OSPF bazohet në teknologjinë Link-state duke përdorur
algoritmin SPF I cili kalkulon rrugën më të shkurter.
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Kalkulimi SPF

Para se të bëhet kalkulimi, kërkohet që të gjithë routerët në rrjetë duhet të dinë për të gjithë
routerët e tjerë të rrjetit të njejt dhe lidhjet mes tyre. Hapi I radhës është që të kalkuloj
rrugën më të shkurter në mes secilit router. Për të gjithë routerët shkëmben Link-states të
cilat ruhen në databazen Link-state. Çdo herë që një router pranon një përditsim Link-state,
Informacioni ruhet në databazë dhe ky router e përhap informacionin e përditsuar tek të
gjithë routerët e tjerë. Më poshtë kemi një model të thjesht se si punon algoritmi SPF.

[5]

Figura 4. Algoritmi SPF

Një rrjetë I thjeshtë I formuar nga 4 router; të gjithë routerët e dinë për të gjithë routerët e
tjerë dhe lidhjet mes tyre. Pasi që të gjitha rrugët janë të ditura, informacioni I rrugës ruhet
në databazën e lidhjeve. Databaza e lidhjeve për modelin e mësipërm është: [A, B, 10],
[A,C,10], [B, A, 10], [B, D, 10], [C,A,10], [C,D,15],[D,C,15], [D,B,10]. Secili term I
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referohet routerit burim, routerit të lidhur me të dhe vlera mes dy routerve. Pasi të përfundoj
databaza për secilin router, routeri cakton rrugen më të shkurter për të gjitha destinacionet
brenda tree. (Rruga më e shkurter në algoritmin SPF thirret shortest path tree).Pas kësaj
Dijkstra SPF cakton rrugën më të shkurter nga një router I caktuar tek të gjithë routerët e
tjerë në rrjetë. Secili router vendoset si root I Shortest Path Tree dhe pastaj kalkulohet rruga
më e shkurter tek secili destinacion. Vlerat e mbledhura për të arritur destinacionin do të
jenë rruga më e shkurtër.

Vlera(metrike) e OSPF-së është vlera e paketave të dërguara përgjatë një interface të
caktuar. Formula për kalkulimin e vleres është: vlera=100000000/ bandwidth në bps. Nëse
bandëidth është më I gjerë vlera do të jetë më e vogel. [6]
Më poshtë kemi një diagram të strukturës së përdorur për të kalkuluar Shortest Path Tree.
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Figura 5. Diagrami për të kalkuluar Shortest Path Tree

Kur Shortest Path Tree kompletohet, routeri do të punojë në tabelen e rrugetimit.
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Hapsira në të cilen funksionon routeri

Në OSPF, sistemet autonome mund të ndahen në seksione. Një seksion dhe një router I afert
mund të kenë një hapsir të përbashkët. Secili seskion kalkulon rrugen më të shkurter duke
përdorur algoritmin secili seksion ka tabelen e informatave e cila është e padukshme jashtë
këtij seksioni. Duke bërë këtë madhsia e seksionit do të jet shumë më e vogel.

[15]

Figura 6. Hapsira në të cilën funksionon OSPF

Karakteristikat:
Linked State Routing Protocol; Metric: COST; Sa me I lart Bandwidth aq më e vogel
Kostoja, më e ulet Kosto rruga esht më e mire; COST= 10 ^8/BW; Përcakton rrugën më
të mirë për të arritur të gjitha rrjetet. Dijkstra Shortest Path Algorithm; AD Value 110;
Dërgon Masks si pjesë e përditsimit prandaj mbeshtet VLSM; Load Balancing në rrugë
me kosto të njejt; Multicast Address:224.0.0.5 dhe 224.0.0.6; Qdo router OSPF
përkujdeset për dukshmërinë në të gjithë rrjetin me ndihmën e Link State Database;
OSPF është protocol shum I shkallëzuar dhe mund të ketë një shkallë deri në 100s të
routerave; Ka dukshmeri end to end, qdo router I di të gjitha rruget për të arritur të gjitha
pikat brenda rrjetës

[5]
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OSPF Interfaces
Tjeter ide e rëndësishme në OSPF është që shkëmben informacione me OSPF fqinjët që
kanë tipe të ndryshme. Janë shumë tipe të ndryshme por dy prej tyre janë më të
rëndësishme që duhet patur kujdes: 1. Një OSPF broadcast interfejs është I lidhur për të
shpërndar rrjetë, psh. Ethernet, 2. Një OSPF point-to-point interfes është I konektuar me
një link ku mund të jetë vetëm një OSPF router në cilën do dalje, sikur WAN link ose
purpose-built Ethernet link.
Arsyeja se pse janë disa tipe të interfejsave është që të jemi të sigurtë se të gjithë routerët
dinë për të gjithë routerët prej të gjithë routerve.
Në lidhjen point-to-point link, dihet se dy routerët e dinë se janë të vetmit në link dhe ata
shkëmbejnë të dhëna me njëri tjetrin.
Në linkun broadcast mund të jenë OSPF routera të ndryshëm në segmentin e rrjetit. Për
të minimizuar numrin e lidhjeve mes fqinjëve, OSPF zgjedh një designed router
(sikurse është backup) ku puna e tij është të jet fqinj me të gjithë routerët e tjerë në
segment dhe të shpërndaj rrugët e secilit me të gjithë të tjerët.

[18]

OSPF neighbour state
Përpara se të bëhet lidhja me një fqinj, routerët e OSPF duhët të bëjnë disa ndryshime në
struktur. 1. Init state një router ka pranuar një hello mesazh nga një tjetër OSPF router.
2. 2-way state routeri pranon hello mesazh dhe kthen hello mesazh.
3. Exstart state fillimi I LSDB ndërrohet në mes dy routerave. Routerat fillojnë të
shkëmbejnë link state information. 4. Exchange state DBD(Databse Descriptor) paketet
janë shkëmbyer. DBDs përmbajnë LSAs headers. Routeri do të përdor këtë informacion
qfarë duhët të ndërrohet në LSAs. Pas së gjithash kërkesa për informacion është pranuar,
fqinji tjetër shkon përgjatë të njejtit proces. 5. Loading State një fqinj dërgon LSR(Link
State Request) për qdo rrjetë që nuk di për të. Fqinji tjetër kthen me LSUs (Link State
Updates) që përmban informacion për rrjetën e kërkuar. 6. Full State të dy routerët kanë
databazën të sinkronizuar dhe janë plotsisht të afërt me njëri tjetrin.
[20]
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Koncepti I Zonës

Figura 7. Shembulli I zones

Të gjitha zonat duhet të lidhën me Zonen 0- një interface I ABR duhet lidhur me Zonen 0
Të gjithë routerat në një zonë duhet të kenë të njejtën table topologjike.
Qëllim: Lokalizimi I përditsimeve brenda një zone.
Përmbledhje automatike që bëhet vetëm në ABR/ABSR.
Dizajni hierarkik është I kërkuar.
Të gjithë routerët në të njejtën zonë kanë të njejtën tabelë topologjike Link State
Database por kanë tabela të ndryshme të rrugëtimit sepse OSPF kalkulon rrugë të
ndryshme më të mira për secilin router varsishtë prej lokacionit ku gjendet brenda
topologjisë së rrjetit përderisa të gjithë ata shpërndajnë Link State topologji të njejtë.
Përparsia të keshë një zonë është në hapat si vijojnë: Area boundaries të jepë
mundësinë për të përdorur summarization sepse nuk është e mundur me përmbledh
prefiksin e rrjetit në normal link state protocol sepse routerat supozohet të kenë të njejten
hartë topologjike të të gjithë rrjetit. Area boundaries gjithashtu do të boi kontrollin e
15

parandalimit të gabimeve duke I dhënë fund përditsimeve që ndodhin kur një ndryshim
bëhet në rrjetë duke shkaktuar një numër të madh të përditsimeve në mes routerave. Kjo
gjithashtu është një dobësi e link state protocol.
Kur konektimi bëhet me rrjete të mëdha është e vështirë të ndalohet link state database
floods.

[19]

ID e OSPF Routerit
Në OSPF fqinjët e tyre janë të identifikuar nga RIDs e tyre.
RID është IP më e lart e LOOPBACK interface.
Në mungesë të LOOPBACK interface, është IP më e lart ACTIVE INTERFACE kur
routeri starton.
RID është gjithashtu e koduar në konfigurim duke përdorur router id command-Highest
Prefernce.

Avantazhet ndaj protokoleve tjera

Duke krahasuar me protokolin RIP, OSPF nuk ka limitim të hapave(RIP ka limit prej 15
hapave, dhe rrjeta me më shum hapa nuk mund të arrihet nga RIP). OSPF mund ta përdor
variable Length Subnet Masks (VLSM) por RIP nuk mundet. Por dallimi kryesor është se
OSPF konvergon shumë më shpejtë se sa RIP në kalkulimin e algoritmeve. . Kjo mund të
mos jetë shumë e rëndësishme në rrjete të vogla, por në rrjete të mëdha do të ketë time out.

[6]

2.3 Enhanced Interior Gateway Routing Protocol(EIGRP)

Enhanced Interior Gateway Routing Protocol(EIGRP) është protocol hibrid I rrugetimit I cili
siguron përmisime të rëndësishme në IGRP. EIGRP zavendëson IGRP në vitin 1993 që kur
Internet Protokoli u dizajnua të mbështes IPv4 address që EIGRP nuk mund ta mbështes.
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Protokoli hybrid I rrugetimit përfshin avantazhe të Link State dhe Distance-Vector , ishte I
bazuar në Distance-Vector por përmban më shumë karakteristika të Link-state protocol.
EIGRP ruan të gjitha rrugët për të siguruar konvergjenc më të shpejtë.
EIGRP mbanë tabelat e rrugetimit të fqinjëve të tij dhe vetëm shkëmben informacionin që
nuk e përmbajnë. EIGRP përdoret më shumë në rrjete të mëdha dhe bëhet update vetëm kur
topologjia ndryshohet, jo sikur protokolet e vjetra si RIP që bëjnë update periodikisht. [16]

Që kur Updates e EIGRP janë shkaktuar kur aty ka një ndryshim, është e rëndësishme të
kemi një proces që routerat të mësojnë në mënyrë që të dijnë se cili nga routerat fqinj është i
paarritshëm. Fqinji zbulon dhe rekuperon duke dërguar hello paketa në mënyrë periodike.
Kur pranohen këto hello paketa mund të vendoset nëse routeri fqinj është në funksion.
Routeri fqinj do të filloj të shkëmbej informata kur routerët janë duke funksionuar.
Algoritmi default i EIGRP DUAL kërkon garancion dhe dërges të rregullt të paketave për
transmetim që protokoli i transportit i menagjon. EIGRP dërgon një pranues unicast të të
dhënave duke ju treguar hello paketave që nuk kërkon konfirmim të paketave.
Kur një paket është duke u dërguar, numri i sekuencës është caktuar që është rritur nga
routeri duke dërguar një paket të re. Reliable Transport Protocol siguron trnsport të shpejt
kur atje është një paket e panjohur në pritje. Që garanton konvergjenc të vogel.
DUAL, the Diffusing Update Algorithm është algoritem default që përdoret në EIGRP për
të parandaluar routing loops nga rillogaritja e rrugëve. DUAL gjurmon të gjitha rrugët dhe
dedekton rrugën më të shkurtër dhe e ruan në tabelen e informacionit. Po ashtu egziston një
backup për rrugët tjera në qoft se lidhja për në rrugën më të shkurter bjen .
Protocol Dependent Modules përdorën për të enkapsuluar IP paketat në shtresen e rrjetit.
Determinon nëse një rrugë shtesë është e nevojshme në tabelen e rrugetimit. PDMs
sigurohet që EIGRP siguron mbështetje për disa protokole.
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EIGRP Tipet e paketeve
Hello: Identifikon routerët fqinj dhe shërben si një mekanizem keep alive në mes të
routerve. Për shembull nëse një Router A është i lidhur direkt me një Router B dhe Routeri
A nuk është duke pranuar hello paketa nga Routeri B, për një kohë specifike do të dijë se
Routeri B ka rënë nga funksioni ose rruga për tek Routeri B është e paarritshme.
Update: Përditsimet përdorën për të dërguar informacionin e rrugëtimit tek fqinjët e
routerit. Kur një fqinj i ri zbulohet paketa e përditsimeve dërgohet kështu që routeri mund të
ndërtoi tabelën e topologjisë. Në këtë rast, përditsimet e paketeve janë unicast. Në raste të
tjera si ndërrimi i link cost, përditsimet janë multicast. Një njohje është dërguar për
përditsim të paketave.
Query: Përdoret për të kërkuar informacion për rrugë specifike. Queryes janë gjithnjë
multicast vetëm nëse ata janë dërguar si përgjigje për queryn e pranuar. Queris dërgohen kur
destinacioni kalon në Active state. Një njohje është dërguar tek query packet.
Reply: Paketet kthyese ju përgjigjen një query për të treguar routerin origjinal, që nuk ka
nevoi të kaloi në Active state sepse ka pasues të mundshëm për rrjetën destinuese. Replys
janë unicast tek query inicues. Replys dërgohen kur destinacioni kalon në Active state. Një
njohje është dërguar tek reply paketa.
ACK: Paketa është dërguar për përditsim të EIGRP, Query dhe Reply paketet. Njohja
gjithmonë dërgohet duke përdorur një adresë unicast dhe përkon me një numër të ndryshëm
prej 0. Një njohje është dërguar tek hello dhe Acknoëledgement paketa.

[21]

Successor and Feasible Successor
Dy terme tjera që shfaqen shpesh në botën e EIGRP janë successor dhe feasible successor.
Një pasues është rruga me metrikun më të mirë për të arritur destinacionin. Ajo rrugë ruhet
në tabelën e rrugëtimit. Një pasues i mundshëm është backup i një rruge për të arritur të
njëjtin destinacion që mund të përdoret menjëher nëse pasuesi i rrugës dështon. Këto backup
të rrugëve janë të ruajtura në tabelën topologjike. Për një rrugë që të zgjedhet si pasuese e
mundshme duhet të plotësohet një kushtë: Fqinji advertised distance (AD) për rrugën duhet
të jet më pak se successor’s feasible distance (FD).
[22]
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Shembulli më poshtë do të shpjegoi successor dhe feasible successor.

Figura 8. Shpjegon termet successor dhe feasible successor

EIGRP Route States
Një EIGRP rrugë mund të jet në njërën nga këto dy mënyra, në tabelën topologjike: Active
State dhe Passive State.
Një Passive state tregon se një rrugë është e arritshme, dhe ai EIGRP është plotsishtë e
konverguar. Një rrjetë EIGRP stabil do të ketë të gjitha rrugët në Passive state.
Një rrugë është në Active state kur Successor dhe njëri nga Feasible Successor dështon.
Duke e detyruar EIGRP të dërgoi Query paketa dhe të rikonvergoi. Rrugët multiple në
Active state tregojnë një EIGRP rrjetë jo stabil. Nëse një Feasible Successor egziston, një
rrug nuk duhet asniher të hyj në Active state.
Rrugët do të bëhen Stuck-in-Active (SIA), kur një router dërgon një Query paket, po nuk e
pranon një Reply paket brenda 3 minutave. Me fjalë të tjera një rrugë bëhet SIA nëse EIGRP
dështon të ri-konvergoi. Routeri lokal do të fshij afërsin që ka me secilin router që ka
dështuar të Reply, dhe do të vendos të gjitha rrugët nga fqinjët në Active state.

19

Për të parë rrugën e tanishme në tabelën topologjike të EIGRP veprohet si më poshtë.

Router# show ip eigrp topology

IP-EIGRP Topology Table for AS(10)/ID(172.19.1.1)

Codes: P - Passive, A - Active, U - Update, Q - Query, R - Reply,

r - reply Status, s

- sia Status

P 10.3.0.0/16, 1 successors, FD is 2297856
P 172.19.0.0/16, 1 successors, FD is 281600

via 172.16.1.2 (2297856/128256), Serial0
via Connected, Serial 1

Për të parë vetëm rrugët aktive në tabelën topologjike:

Router# show ip eigrp topology active

IP-EIGRP Topology Table for AS(10)/ID(172.19.1.1)

Codes: P - Passive, A - Active, U - Update, Q - Query, R - Reply, r - Reply status

A 172.19.0.0/16, 1 successors, FD is 23456056 1 replies, active 0:00:38, query-origin:
Multiple Origins

[23]
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Karakteristikat:
Protokol rrugetues pa klasë; Protokol i Cisco; Protokol i avancuar i vektroëve në distancë;
Përdor DUAL(Diffusion Update Algorithm) që të caktojë rrugën më të mirë për të arritur
destinacionin; Vetem routerët fqinj të lidhur në mënyrë direkte janë të formuar; Në
shumicen e rasteve trafiku EIGRP dërgon multicast address 224.0.0.10; Përmbledhja mund
të bëhet në qdo router manualisht.

[25]

Funksioni i EIGRP:
Kur routerat janë në funksion ata shkëmbejnë Multicast Hellos.
Relacioni me fqnj është formuar pas këtij shkëmbimi. Vetëm routerat të lidhur në
mënyrë direkte mund të bëhen fqinj.
Tabela e topologjisë do të shkëmbehet derisa qdo router do të arrijë gjendjen e
konvergjencës.
Kur qdo router arrin gjendjen e konvergjencës.
Nuk bëhen më shkëmbime të tabeles së topologjisë, përditsimet do të dergohen kur ka
ndryshime në rrjetë.
EIGRP DUAL vepron që të gjejë rrugët më të mira në të gjitha rrjetet.
Multicast echoes shkëmbehen për të kontrolluar konektivitetin.
EIGRP zgjedh rrugën e dytë më të mirë në të njejten kohë kur zgjedhë rrugën e parë më
të mirë.
Rruga më e mirë thërritet SUCCESSOR.
Rruga e dytë më e mirë thërritet FEASIBLE SUCCESSOR.

[26]

EIGRP Metric
•

Bandwidth(K1) dhe vonesa e linjes(Delay K3) përdorët defalut për të kalkuluar
distancën në metra

•

Reliability(K4/K5), MTU and Load (K2) janë 3 parametrat e tjerë që mund të
konsiderohen

•

By default:

EIGRP METRIC={10000000/BW (Kbps) + delay}*256

[5]
21

DUAL EXCAMPLE

Figura 9. Shembulli DUAL

2.4 Dallimet në mes të RIP, OSPF dhe EIGRP

1.RIP:
Rip qëndrom për Routing Information protocol, është standard për Dynamic Routing
protocol, nuk është më shumë se Dynamic Routing protocol intelegjent, përdoret
kryesisht për rrjete të vogla, suporton më së shumti 15 Routera në një rrjetë. 16 Routera
janë të paarritshëm, është e përcaktuar nga R në tabelën rrugëtuese, është e përcaktuar
nga R në tabelën rrugëtuese, distanca aministrative është 120, në protokolin rrugëtues
RIP nuk mund të krijojmë një kufi të veqantë administrativ në rrjetë

22

2.OSPF

OSPF qëndron për open shortest path first, është standard për Routing protocol, suporton
numër të pa limituar të routerëve në rrjetë, është e përcaktuar nga O në tabelën
rrugëtuese, distanca administrative është 110, kryesishtë përdoret në rrjete të mëdha, në
protokolin rrugetues OSPF mund të krijojmë një kufi të veqantë në rrjetë përgjatë zonës
dhe në të njejtën zonë, të gjithë routerët shkëmbejnë informacionin rrugëtues nga routeri
fqinj në rrjetë, kalkulon distancën në term të Bandëidth, OSPF punon në algoritmin
DIJKSTRA, është një protokol rrugëtues intelegjent, OSPF mbështet VLSM.
Protokoli rrugëtues OSPF krijon 3 tabela në router:
1. Tabela fqinj
2. Tabela e databases
3. Tabela e rrugëtimit

3. EIGRP

EIGRP qëndron për Enhanced Interior Gateway Routing protocol, protokol rrugëtues
Standard për Cisco, është protokol rrugëtues më intelegjent se protokoli RIP, zakonisht
përdoret në rrjete të mesme dhe rrjete të mëdha, mbështet më së shumti 255 routera në të
njejtën rrjetë, distanca administrative është 90, kalkulon distancën në term të bandwidth
dhe të voneses, EIGRP punon në algoritmin DUAL(Diffusing Update Algorithm),
EIGRP është përcaktuar nga D në tabelën rrugëtuese, EIGRP mbështet VLSM,
EIGRP krijonë 3 tabela në Router:
1. Tabela fqinj
2. Tabela topologjike
3. Tabela rrugëtuese

[9]
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2.5 Avantazhet në mes të RIP, OSPF dhe EIGRP

Secili protokol ka rëndësinë e vetë dhe secili prej tyre mund të përdoret në një situat të
caktuar. Protokoli Rip përdoret më pak në ditët e sodit pasi që ka një të met të madhe “hop
count only 15” pra në rrjeten ku ne përdorim protokolin rip mund të kemi më së shumti 15
routera, pra protokolin RIP mund ta përdorim vetëm në rrjete të vogla dhe të thjeshta. RIP
është distance vector routing protocol. Një router njofton fqinjin për ndryshimin e
topologjisë në mënyrë periodike. Çdo nod shpërndan tabelen rrugëtuese me fqinjin e tij. Në
anën tjeter protokoli OSPF dhe EIGRP janë protokole shum më të përdorura se sa protokoli
RIP dhe kanë avantazhe të mëdha ndaj këtij protokoli por ashtu si protokoli RIP edhe
protokoli OSPF dhe EIGRP kanë të metat e tyre. Protokoli EIGRP mbanë mend vetëm
rrugën më të mirë deri tek fqinji i tij dhe për shkak të kësaj nuk ka të gjithë pamjen për të
gjitha rrugët në at rrjetë dhe ka pamje të rrjetit bazuar në fqinjët e tij. EIGRP është pronë e
Cisco. Protokoli OSPF në krahasim me protokolin RIP mund të përdoret në rrjete të mëdha
dhe në krahasim me protokolin EIGRP nuk është pronë e Cisco, fqinjët e OSPF dërgojnë të
gjitha informatat në DR dhe BDR të cilat i përditsojnë të gjithë fqinjët në zonë. Ky është
rezultat që të gjithë routerat në zonë i dinë të gjitha rrugët në të gjitha rrjetat dhe të gjithë
routerat kanë të njejten pamje në të gjithë rrjetën. OSPF është Link State routing protokol,
në këtë protokol qdo nod(router) bënë një hart të paisjeve të konektuara, duke shfaqur se cili
router është konektuar me routerin tjeter dhe kalkulon menjëher rrugën më të logjikshme
nga ai router tek secili destinacion i mundshem në at rrjetë. Koleksioni i rrugëve më të mira
formon pastaj tabelën e rrugëtimit. Konektiviteti mes routerve do të kaloj mes routerve në
rrjetë. EIGRP po ashtu ka avantazhe ndaj OSPF psh OSPF ka një limit prej 500 routerave
brenda rrjetës për shkak të algoritmit SPF. EIGRP është distance vector routing protocol. Në
këtë protokol një router shpërndan rrugët me routerat e tjerë në të njejtin sistem autonom.
Vetëm përditsimet në rritje do të dërgohen, duke i reduktuar ngarkesat në router dhe
transmeton të dhënat të cilat janë të nevojshme.
Në EIGRP mund ta përmbledh rrjetën në cilindo EIGRP router në rrjetë sidoqoftë me OSPF
ti mund të përmbledh rrjetën në ABR dhe ASBR routers. EIGRP mbështet un-equal load
balancing përderisa OSPF jo.
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3. Deklarimi i Problemit
Në këtë kapitull prezantojmë arsyet e shtjellimit të kësaj teme. Më saktësisht, më poshtë
kemi listuar disa nga problemet me të cilat ballafaqohen inxhinierët e rrjetit në përgjithësi
për të menagjuar protokolet e rrugëtimit RIP, OSPF dhe EIGRP për të rritur efikasitetin e
tyre në mënyrë që të kenë një shpejtësi më të lartë të funksionimit të tyre.

3.1 Protokoli RIP Problemet

Problemet me të cilat mund të ket një ingjinjer me protokolin RIP do ti listojmë më poshtë si
dhe limitet që ka
Zona më e rëndësishme në të cilen mund të ket probleme protokoli RIP është funksioni
bazik i algoritmit distanc-vektor dhe mënyra se si mesazhet janë përdorur për ta
implementuar atë. Kemi 4 probleme kryesore të cilat janë:
•

Slow convergence

•

Routing loops

•

Counting to infinity

•

Small infinity

Slow convergence
Algoritmi distanc-vektor ëshrë dizajnuar në atë mënyrë që të gjithë routerët shpërndajnë të
gjithë informacionin e rrugëtimit rregullisht. Në një kohë të caktuar të gjithë routerët kanë të
njejtin informacion për lokacionin e rrjetëave dhe cilat janë rrugët më të mira për ti arritur
ato. Kjo thërritet konvergjenc. Fatëkeqsisht algoritmi bazik i RIP është i ngadalshëm për të
arritur konvergjencën. Nevoitet kohë e gjatë që të gjithë routerët të kenë të njejtin
informacion dhe veqanërisht mer shumë kohë për informacionin përreth ndryshimit të
topologjisë.
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Konsideroni situatën më të keqe nësë dy rrjete të ndara nga 15 router. Përderisa RIP routerët
dërgojnë mesazh përgjigjës vetëm çdo 30 sekonda, një ndryshim në njërën nga këto rrjete
mund të mos shihet nga routerët që janë afër derisa disa minuta të kenë kaluar.
Problemi me konvergjenc të ngadalsuar është më shumë i theksuar kur vjen në pytje
shumimi i dështimeve tek rrugëtimi. Dështimi i një rruge detektohet vetëm gjatë mbarimit të
180 sekondave të timeout timer, pra kjo shtonë 3 minuta më shum vones përpara se
konvergjenca të filloj.

Routing loops
Një Routing loop ndodh kur routeri A ka një hyrje duke i treguar që të dërgoj diagram për
Netëork 1 te Routeri B, dhe Routeri B ka një hyrje duke thënë se diagrami për Network 1
duhet të dërgohet në Router A. Loops të gjata gjithëashtu mund të egzistojnë. Router A thotë
të dërgohet në Router B, pastaj në Router C e pastaj në Router A. Përderisa në rrethana
normale këto llupa nuk duhet të ndodhin, ato mund të ndodhin në situata të veqanta. RIP nuk
përfshinë një mekanizëm specifik që të detektoj ose parandaloj routing loops; më e mira që
mund të bëj është ti shmang ato.

3.2 Protokoli OSPF Problemet

OSPF është një protokol që ka shumë përparsi dhe njëri ndër protokolet më të përdorura në
ditët e sodit por si të gjithë protokolet e tjera edhe ky ka mangësit e tij më poshtë do ti
listojmë disa nga problemet që mund të kemi me protokolin OSPF.
•

OSPF Neighbor Issues

•

OSPF Routing Table Issues

•

OSPF Init state issue
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OSPF Neighbor Issues

Duhesh të jemi të kujdesëshëm për faktin që OSPF kalkulon rrugët më të shkurtra duke
marrë informacione nga routerët fqinj për ta gjetur se cila është rruga më e shkurtër për të
transferuar të dhëna. Kjo lidhje me routerat fqinj është shumë e rëndësishme për arsye se të
dhënat transmetohen nga informacioni që marrin nga njëri router në tjetrin. Sidoçoftë nëse
ka problem mes lidhjes së dy paisjeve, OSPF nuk do të jetë i aftë të detektoj rrugën më të
shkurtër. Kjo mund të qoi deri tek vonesat e transferimit të të dhënave dhe reduktimit të
shpejtësisë së rrjetit.

OSPF Routing Table Issues

OSPF përdor tabelën e rrugëtimit për të identifikuar distancën më të shkurtër për të udhtuar
të dhënat. Tabela e rrugëtimit përfshinë të gjithë informacionin në lidhje me pozicionin e
secilit router, distancën në mes të secilit router dhe nganjëherë direksionin e secilit router
nga routeri tjeter. OSPF përdor këto informacione për të kalkuluar rrugën më të shkurtër për
të dhënat që të arrijnë destinacionin e tyre. Sidoçoftë, nganjëherë detajet e rrugëtimit nga
tabela rrugëtuese fshihen. Këto të dhëna lidhen me rrugët e jashtme dhe të brendshme. Në
këto kushto OSPF nuk është në gjendje të funksionoi siç duhet.

OSPF Init State Issue
Init state do të thotë se njëri nga routerët është i aftë të dërgoi OSPF “hellos” të routeri fqinj,
por routeri fqinj nuk është i aftë të dërgoi prapa “hellos”. Kjo mund të qoi deri tek problemi
i komunikimit mes dy routerve që mund ta parandaloj OSPF të kryej detyrën e tij.
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3.3 Protokoli EIGRP Problemet

Protokoli EIGRP është gjithashtu një protokol shum i përodrur dhe ka përparsi të dukshme
nga protokoli RIP por gjithashtu ka edhe disa mangësi. Më poshtë do ti listojmë disa nga
problemet që mund të kemi me protokolin EIGRP.
Uncommon subnet: Fqinjët e EIGRP me IP adresa që nuk janë në të njejtën sabnet.
K value mismatch: Normalisht bandwidth dhe vonesat janë të lejuara për kalkulimin e
largësisë ne mund të mundësojme load dhe reliability por duhet ta bëjmë në të gjithë routerat
EIGRP.
AS mismatch: Numri i sistemit autonom duhët të përputhet me të dy routerët në mënyrë që
të formoj afërsi me fqinjët.
Layer 2 issues: EIGRP punon në shtresen 3 të OSI-modelit. Nëse shtresa 1 ose 2 nuk punon
siç duhet ne do të kemi probleme me formimin e afërsis me fqinjët.
Access-list issues: Është e mundur që dikush të krijoj Acess-list për të filtruar multicast
traffic. EIGRP normalisht përdor 224.0.0.10 për të komunikuar me EIGRP fqinjët e tjer.
NBMA: Non Broadcast Multi Acess rrjetat si frame-relay nuk do të lejojn trafikun broadcast
ose multicast normalisht. Kjo mund ta parandaloj EIGRP të formoj afërsi me EIGRP fqinj.
Sidoçqoftë njëri ndër problemet më të frustueshme për ingjinjerët e rrjetëve tek protokoli
EIGRP është gjendja “stuck in active”(SIA) ku një EIGRP router dështon të mar reply nga
një ose më shum fqinj në një kohë të caktuar(zakonisht 3 minuta varsisht nga versioni i
ciscos). Gjendja SIA mund të shkaktoi që EIGRP routerat të humbin lidhjen me fqinjët e
tyre. Më keq akomë që rënie e konekcionit me fqinjët shkakton SIA tjera. Problemi mund ta
përfshij të gjithë rrjeten duke shkaktuar ndërpreje të mëdha të rrjetit.

Pytjet Hulumtuese
1. Si mund ta parandalojmë problemin “counting infinity” në RIP?
2. Si ta shmangim problemin “Routing Table” në OSPF?
3. Si mund ta zgjedhim problemin “Layer 2 issue” në EIGRP?
4. Si mund ta zgjedhim problemin “NBMA” në EIGRP?
5. Si mund ta zgjedhim problemin “Access-list” në EIGRP ?
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4. Metodologjia
Ky punim është bërë duke përdorur metodën e kërkimit, krahasimit dhe eksperimentit.
Fillimisht, duke konsultuar literaturën, kemi bërë kërkime të mjaftueshme duke parë
historikun e zhvillimit të protokoleve të rrugëtimit. Në këtë punim kamë treguar në detaje
për 3 protokole të rrugëtimit RIP, OSPF dhe EIGRP mënyrën se si funksionojn ato, duke
nisur nga ajo se si implementohen në router, ku kemi parë se manyra e implementimit është
e ngjajshme për mënyra e funksionimit është e ndryshme prej njëri tjetrit. Kemi parë se
protokoli RIP përdoret kryesishtë për rrjete të vogla dhe më të thjeshta ndërsa OSPF dhe
EIGRP përdoren kryesishtë në rrjete të mesme dhe të mëdha, gjithashtu kemi treguar
dallimet që kanë këto protokole mes veti dhe avantazhet që kanë ndaj njëri tjetrit, ku
protokoli më pak i përdorur sot nga këto 3 protokole është protokoli RIP pasi edhe është më
i vjetër. Kemi treguar në detaje për konfigurimin e këtyre protokoleve dhe kemi marë
shembuj se si duken ato.
Në këtë punim poashtu kamë treguar edhe problemet që kanë këto protokole ku secili
protokol ka probleme të ndryshme. Kamë cekur në disa pika disa nga problemet që kanë
këto protokole dhe kamë treguar se si mund të shkaktohen ato probleme.
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5. Rezultatet
Në këtë kapitull do ti japim zgjidhje pytjeve që kemi bërë tek pytjet hulumtuese do
mundohem të tregoi se cila është mënyra e duhur për ti shmangur apo ndaluar problemet që
mund të kemi me protokolet e rrugëtimit.

5.1 Counting Infinity
Për zgjedhjen e këtij problemi RIP implementon një proces që quhet called route poising

Figura 10. Shpjegon problemin Counting Infinity

1. Routeri 3 identifikon se linku për në 10.4.0.0/16 ka rënë.
2. Routeri 2 mer përditsimin.
3. Routeri 1 mer përditsimin.

Me router poising, procesi i përditsimi eskalohet kështu që informacioni i rrugës së
papërshtatshme fshihet nga rrjeta në kohë. Mund ta zgjerosh këtë sitem duke përdorur një
sistem që thirret poison reverse.
Në këtë rast, pasi që Router 2 e sheh hop count shkon në infinit, gjithashtu dërgon një tabel
rrugëtuese të përditsume prapa në Router 3 me një infinit metrik duke i treguar se rruga
10.4.0.0/16 nuk është më në dispozicion. Ky proces redukton shancen që një përditsim i
papërshtatshëm do të bëjë rrugë për tek Router 3 dhe të shkaktoi loop.

30

Këtu do të paraqesim konfigurimet që kamë bërë në detaje të 3 protokolet e rrugëtimit.
Konfigurimet janë bërë me Cisco packet tracer dhe janë bërë hap pas hapi. Në pjesen e parë
do të tregojmë se si konfigurohet protokoli RIP ndërsa në pjesen e dytë për protokolin OSPF
dhe në pjesen e tretë për protokolin EIGRP.

5.2 Routing Table

Tabela 1. Routing table

Për ta eliminuar këtë problem, së pari duhet të identifikojmë cila rrugë është fshirë ose është
dëmtuar në tabelen e rrugëtimit. Nëse të gjitha rrugët në tabelen rrugëtuese janë fshirë
problemi është gogja krucial. Në këtë rast duhet të kujdesesh për të gjitha detajet. Nëse
vetëm një rrugë eksternale është fshirë, rrugët që kanë origjinen prej një procesi tjetër gjatë
rrugëtimit, duhesh të kujdesesh për një kontrollim eksternal të LSAs.
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5.3 Layer 2 Issue

Figura 11. Shpjegon problemin Layer 2 Issue

Më poshtë do të tregojm një shembull për të parandaluar problemin me layer 2 në EIGRP.

interface GigabitEthernet0/0/3
ip address 172.16.201.4 255.255.255.0
negotiation auto
cdp enable
router eigrp 100
distribute-list eigrp-redist-in in GigabitEthernet0/0/3
network 172.16.201.4 0.0.0.0
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network 192.168.100.4 0.0.0.0
redistribute static route-map redist-static
ip access-list standard eigrp-redist-in
deny 172.16.201.0 0.0.0.255
deny 172.16.212.0 0.0.0.255
permit any
ip access-list standard eigrp-redist-static
permit 172.16.212.0 0.0.0.255
route-map redist-static permit 10
match ip address eigrp-redist-static

5.4 NBMA

Figura 12. Shpjegon problemin NBMA

Më poshtë kemi një shembull se si mund ta zgjedhim problemin me NBMA
frame-relay multipoint interface NBMA
in ser0/0
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enc frame-relay
no ip addr
no shut
int sere0/0.100 multipoint
ip address 172.16.80.1 255.255.255.240
frame-relay map ip 172.16.80.2 102 broadcast
frame-relay map ip 172.16.80.3 103 broadcast
router rip
passive-interface ser0/0.100
neighbor 172.16.80.2
neighbor 172.16.80.3
network 172.16.0.0
version 2

5.5 Access-List

Figura 13. Shpjegon problemin me Access-List

Më poshtë do të tregojmë se si mund ta zgjedhim problemin me Access-List në EIGRP.
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R1(config)#router

eigrp

12

R1(config-router)#no

auto-summary

R1(config-

auto-summary

R2(config-

router)#network 1.1.1.0 0.0.0.255
R1(config-router)#network 192.168.12.0 0.0.0.255
R2(config)#router

eigrp

12

R2(config-router)#no

router)#network 2.2.2.0 0.0.0.255
R2(config-router)#network 192.168.12.0 0.0.0.255
Problemi është se nuk mund ta arrijm 2.2.2.0/24 për këtë do shohim tabelen e rrugëtimit në

R1.
R1#show ip route Gateway of last resort is not set C 192.168.12.0/24 is directly connected,
FastEthernet0/0

1.0.0.0/24 is subnetted, 1 subnets C 1.1.1.0 is directly connected,

Loopback0
Tani shohim tabelën e rrugëtimit në R2.
R2#show ip route Gateway of last resort is not set C 192.168.12.0/24 is directly connected,
FastEthernet0/0 1.0.0.0/24 is subnetted, 1 subnets D 1.1.1.0 [90/156160] via 192.168.12.1,
00:14:01, FastEthernet0/0 2.0.0.0/24 is subnetted, 1 subnets C 2.2.2.0 is directly connected,
Loopback0

R2#debug ip eigrp IP-EIGRP Route Events debugging is on IP-EIGRP(Default-IPRouting-Table:12): 2.2.2.0/24 - denied by distribute list
R2#show run | section eigrp
router eigrp 12
network 2.2.2.0 0.0.0.255
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network 192.168.12.0
distribute-list 1 out
no auto-summary
R2#show access-lists
10 deny 2.2.2.0, wildcard bits 0.0.0.255 (5 matches)
20 permit any (5 matches)
Është duke e mohuar 2.2.2.0/24.
R2(config)#router eigrp 12
R2(config-router)#no distribute-list 1 out
R1#show ip route
Gateway of last resort is not set
C 192.168.12.0/24 is directly connected, FastEthernet0/0 1.0.0.0/24 is subnetted, 1 subnets
C 1.1.1.0 is directly connected, Loopback0
2.0.0.0/24 is subnetted, 1 subnets
D 2.2.2.0 [90/156160] via 192.168.12.2, 00:00:13, FastEthernet0/0
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5.6 Konfigurimi i protokolit RIP

Figura 14. Konfigurimi i protokolit RIP

Konfigurimi i IP-ve
Device

Interface

Konfigurimi i IP-ve

Me

kënd

është

konektuar
PC0

Fast Ethernet

10.0.0.2/8

Router0’s Fa0/1

Router0

Fa0/2

10.0.0.1/8

PC0’s Fast Ethernet

Router0

S0/0/1

192.168.1.254/30

Router2’s S0/0/1

Router0

S0/0/0

192.168.1.249/30

Router1’s S0/0/0

Router1

S0/0/0

192.168.1.250/30

Router0’s S0/0/0

Router1

S0/0/1

192.168.1.246/30

Router2’s S0/0/0

Router2

S0/0/0

192.168.1.245/30

Router1’s S0/0/1

Router2

S0/0/1

192.168.1.253/30

Router0’s S0/0/1

Router2

Fa0/1

20.0.0.1/30

PC1’s Fast Ethernet

PC1

Fast Ethernet

20.0.0.2/30

Router2’s Fa0/1

Tabela 2. Konfigurimi
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Ne duhet ti konfigurojm IP adresat dhe parametrat tjerë në interface para se të mund ti
përdorim ato. Interface mode përdoret për ti caktuar IP adresat dhe parametrat tjerë.
Interface mode mund të arrihet nga konfigurimi global. Komandat e mëposhtme janë
përdorur për të pasur akces në konfigurimin global.
Apendixx duhet te vendosen gjitha konfigurimet kurse te rezlutati te komentohet topolgjia
dhe ti ipet pergjegjja pyetjes kerkimore dhe deklraimin e problemit

Router0

Router0(config)#router rip
Router0(config-router)# network 10.0.0.0
Router0(config-router)# network 192.168.1.252
Router0(config-router)# network 192.168.1.248

Router RIP komanda i tregon routerit ti mundsoj protokolin rrugetues RIP
Network komanda na lejon neve te specifikojm rrjetat të cilat duam ti njoftojm. Ne duhet ti
specifikojm vetem rrjetet të cilat janë të lidhura direkt me router.

Router1
Router1(config)#router rip
Router1(config-router)# network 192.168.1.244
Router1(config-router)# network 192.168.1.248
Router2

Router2(config)#router rip
Router2(config-router)# network 20.0.0.0
Router2(config-router)# network 192.168.1.252
Router2(config-router)# network 192.168.1.244
Tani rrjeta jonë është gati ti ketë avantazhet e protokolit rrugetues RIP. [8]
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5.7 Konfigurimi i protokolit OSPF

Më poshtë do të paraqesim konfigurimin në OSPF në një zonë;

Konfigurimi 1:

Figura 15. Konfigurimi I protokolit OSPF 1

Së pari duhet ta mundsojm OSPF në të dy routerat. Pastaj ne duhet të definojm qfarë rrjete
do të përdoret në OSPF. Kjo do të bëhet duke përdorur komandat e mëposhtme.

Tabela 3. Network 10

Tabela 4. Network 192

Ne mund të verifikojm nëse routerat janë bërë fqinj duke shtypur komanden shoë ip ospf
neighbors në cilin do router dhe do të kemi këtë rezultat:

Tabela 5. Show IP OSPF neighbor
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Për të verifikuar nëse ne kemi vendosur protokolin rrugetues OSPF ne mund të japim show
ip route komand. Të gjitha rrugët që kan karakterin O janë rrug të OSPF, do të marim si
shembull për ta demostruar në routerin 1.

Tabela 6. Show IP Route

Mund ta shihni se R1 tashmë e di për rrjeten 192.168.0.0/24.

[11]

Konfigurimi 2:
Më poshtë do të paraqesim një konfigurim më kompleks të protokolit OSPF në dy zona.

Figura 15.1. Konfigurimi I protokolit OSPF 2
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Në këtë shembull ne kemi paraqitur dy OSPF zona, zona 0 dhe zona 1. Siç mund të shihni
në këtë topologji routeri R1 është në zonën 0 ndërsa routeri R3 është në zonën 1, kurse
routeri R2 I lidhë këto dy zonë që e bënë atë një ABR(Area Border Router).
Për të lidhur sabnetet direct në R1 dhe R3 përdorim komandat e mëposhtme që do ti
vendosim ne routerin R1.

Tabela 7. Router OSPF 1 Network 10

Ne kemi përdorur komanden router-id 1.1.1.1 me qëllim që ti vendosim routerit id
manualisht. OSPF do të përdor këtë router-id për to komunikuar me fqinjët e tjerë.
Konfigurimi në routerin R3 duket I ngjajshëm me R1, vetëm se R3 është në zonen 1.

Tabela 8. Router OSPF Network 192

Ndërsa sa I përket R2 përshkak se është një ABR ne duhet të vendosim mardhëniet me dy
fqinjët R1 dhe R3. Për ta bërë këtë ne duhet të vendosim zona të ndryshme për të dy fqinjët,
zonen 0 për R1 dhe zonen 1 për R3. Ne do ta bëjmë këtë me anë të komandave të
mëposhtme.

Tabela 9. Router OSPF Network 192 ID 2
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Tani R2 ka komunikim me fqinjët R1 dhe R3. Për ta verifikuar këtë ne përdorim komandën
show ip ospf neighbour.

Tabela 10. Show IP OSPF Neighbor ID 1 dhe 3

Për të verifikuar nëse sabnetat janë të vendosura në zona të ndryshme ne mund të përdorim
komandën show ip route ospf në të dy R1 dhe R3.

Tabela 11. Show IP Route OSPF për subnet 90

Tabela 12. Show IP Route OSPF për subnet 10

Përderisa R1 dhe R3 janë në zona të ndryshme ata kurr nuk do të vendosin lidhje si fqinj.

5.8 Konfigurimi i protokolit EIGRP

Konfigurimi i EIGRP ngjan shumë me atë të protokolit RIP vetëm dy hapa kërkohen:
•

Mundso EIGRP duke përdorur komandën ASN_NUMBER

•

Duke i treguar EIGRP cilen rrjetë ta përdor

Komanda e parë router eigrp ASN_NUMBER mundson EIGRP në një router.
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ASN_NUMBER prezenton një sistem autonom numerik dhe duhet të jetë i njejt në të
gjithë routerat që janë duke përdorur EIGRP, përndryshe routerat nuk do të bëhen fqinj.
Komanda e dytë network SUBNET, mundson EIGRP në interfejsat e selektuar dhe
specifikon cilin rrjetë do të përdorin. Normalisht komanda e rrjetit mer një number pa
klasë si parametër.

[6]

Figura 16. Konfigurimi i protokolit EIGRP

Rrjeta më lartë ka vetëm dy routera të cilët janë fqinj me njëri tjetrin. Më posht do të
tregojm se si do të bëhet konfigurimi i këtyre dy routerave pra routerit R1 dhe routerit R2.

Tabela 13. Router EIGRP 1 Network 10

Tabela 14. Router EIGRP 1 Network 192

Mund ta verifikosh se routerët janë bërë fqinj duke përdorur komandën show ip eigrp
neighbors në cilin do router.
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Tabela 15. Show IP EIGRP Neighbors

Komanda më lartë liston të gjithë fqinjët e EIGRP. Fusha e interfejsit tregon se në cilin
interfejs lokal është krijuar lidhja.
Mund të verifikosh nëse rrugët me të vërtet janë shkëmbyer duke përdorur komanden show
ip route në të dy routerët.

R1:

Tabela 16. Show IP Route R1
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R2:

Tabela 17. Show IP Route R2

Karakteri D në fillim të rreshtit tregon se rruga është bërë nga EIGRP.

[12]
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6 Përfundimi

Me anë të kësaj teme shpresoi se kamë shtjelluar në mënyrë mjaftë ta kujdesshme këto 3
protokole duke treguar se cilat janë përparsitë e përdorimit të këtyre protokoleve. Shpresoi
se kushdo që lexon këtë temë të diplomes do ta kuptoi më së miri funksionimin e këtyre
protokoleve dhe cilat janë përparsitë e përdorimit të tyre.

Këto protokole kanë shumë përparsi të përdorimit të tyre por kanë edhe disa mangësi, disa
nga rekomandimet e mia janë sidomos për protokolin RIP që të ketë të pakten më shum hop
count, për OSPF do të ishte mir të zgjidhet problem “neighbor issue”, ndërsa protokoli
EIGRP si rekomandim do ta jipja zgjidhjen e problemit SIA.

Duke parë mënyrën e funksionimit të këtyre protokoleve dhe historikun e tyre mund të
themë se protokoli RIP nuk do të përdoret gjatë. Ndërsa protokolet OSPF dhe EIGRP janë
duke u zhvilluar në mënyrë dinamike dhe kanë përparsi të mëdha në përdorim.

Protokolet e rrugëtimit janë shumë të rëndsishme për rrjeta pasi me anë të tyre routerët
komunikojnë mes veti dhe dijnë qdo gjë për njëri tjetrin. Protokolet e rrugëtimit RIP, OSPF
dhe EIGRP krijojnë tabela rrugëtuese përmes së cilave dinë se cilin router e kanë më afër
cili router është fqinj I tyre dhe sa është kostoja për të arritur deri tek routeri destinues.

Protokolet e rrugëtimit kanë dallime mes tyre si në konfigurim ashtu dhe në funksionimin e
tyre, ku secili protocol ka veqoritë e tij të cilat e bëjnë të dallohet nga protokolet e tjera
rrugëtuese. Protokoli RIP përdoret kryesisht në rrjete të vogla pasi nuk mund të ketë qasje në
më shumë se 15 routera, ndërsa dy protokolet tjera OSPF dhe EIGRP përdorën kryesisht në
rrjete të mesme dhe të mëdha pasi mbështesin një numër të madh të routerave në rrjetë dhe
kanë një efikasitet më të madh se sa protokoli RIP.
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Në këtë punim kamë dhënë informacion në detaje për secilin nga këto 3 protokole mënyrën
se si funksionojnë, dallimet që kanë në mes tyre poashtu dhe avantazhet që kanë ndaj njëra
tjetrës. Gjithashtu kamë paraqitur në detaje konfigurimin e secilit nga 3 protokolet e
rrugëtimit hap pas hapi, ku kemi vërejtur se konfigurimi nuk ka dallimi shumë të mëdha në
këto 3 protokole por që funksionojnë në mënyra të ndryshme.
Poashtu kamë treguar se si duken protokolet e rrugëtimit të konfigurara me anë të
fotografive të ndryshme.

Në fund të këtij punimi mund të themi se protokolet e rrugëtimit OSPF dhe EIGRP janë
shumë të përdorueshme në ditët e sodit ndërsa protokoli RIP sot është më pak I
përdorueshme përdoret vetëm në rrjete të vogla pasi që është edhe protocol I vjetër dhe nuk
është përmisuar më.

47

7 REFERENCAT

[1] Cisco, "Cisco Active Network Abstraction 3.7 Refernce Guide," 2010. [Online]. Available:
http://www.cisco.com/c/en/us/td/docs/net_mgmt/active_network_abstraction/37/reference/guide/ANARefGuide37.pdf.
[2] S. G. Thorenoor, "Dynamic Routing Protocol Implemention Decision between EIGRP, OSPF
and RIP Based on Technical Background Using OPNET Modeler," .P. 191195, 2010. [Online].
Available: http://ieeexplore.ieee.org/stamp/stamp.jsp?tp=&arnumber=5474509.
[3] S. M. Ballow, "Managing IP Newtorks with Cisco Routers," Chapter 5. , 1997. [Online].
Available: http://phucchau.tran.free.fr/book/O%27Reilly%20%20Managing%20Ip%20Networks%20with%20Cisco%20Routers.pdf..
[4] J. Doyle, "Routing TCP/IP (Volume I) Cisco System Press. Chapter 5-9.," 1997. [Online].
[5] B. wu, "Simulation Based Performance Analysis on RIPv2, EIGRP and OSPF USING
OPNET," 2013. [Online]. Available:
http://digitalcommons.uncfsu.edu/cgi/viewcontent.cgi?article=1011&context=macsc_wp .
[6] Networkraft, "CCNA Routing Fundamentals - EIGRP, OSPF and RIP," 2015. [Online].
Available: https://www.slideshare.net/sushmil123/ccna-routing-fundamentals-eigrp-ospf-andrip.
[7] sharma, S., "n.d. computer-network-routing-information-protocol-rip/.," [Online]. Available:
https://www.geeksforgeeks.org/computer-network-routing-information-protocol-rip/.
[8] sharma, S., "n.d. computer-network-routing-information-protocol-rip/.," [Online]. Available:
https://www.geeksforgeeks.org/computer-network-routing-information-protocol-rip/.
[9] LMS, O., n.d., [Online]. Available:
https://www.onlinelms.org/mod/book/view.php?id=21&chapterid=444.
[10] C. H. Wendell Odom, 03 12 2014. [Online]. Available:
http://www.ciscopress.com/articles/article.asp?p=2262897&seqNum=3.
[11] Cisco, "n.d. ospf-configuration.," [Online]. Available: https://study-ccna.com/ospfconfiguration/.
[12] Cisco, "n.d. eigrp-configuration.," [Online]. Available: https://study-ccna.com/eigrpconfiguration/.
[13] L. Rivenes, "the-history-of-border-gateway-protocol/," 2016. [Online]. Available:
https://datapath.io/resources/blog/the-history-of-border-gateway-protocol/.

48

[14] C. M. Kozierok, "free/t_RIPOverviewHistoryStandardsandVersions.htm," 2003-2017. [Online].
Available: www.tcpipguide.com/free/t_RIPOverviewHistoryStandardsandVersions.htm.
[Accessed 15 07 2018].
[15] Cisco, "n.d. open-shortest-path-first," [Online]. Available: https://docwiki.cisco.com/docwikieol.html.
[16] E. Leahy, "eigrp-part-one/," 2011. [Online]. Available: http://ericleahy.com/index.php/eigrppart-one/.
[17] L. Cockcroft, "rip-explained-the-gory-details/," 2001. [Online]. Available:
https://www.techrepublic.com/article/rip-explained-the-gory-details/.
[18] E. Banks, "ospf-protocol-explained/," 2014. [Online]. Available:
https://www.auvik.com/franklymsp/blog/ospf-protocol-explained/. [Accessed 12 09 2018].
[19] CCNA, "n.d. 1110-ospf-operation-basic-advanced-concepts-ospf-areas-roles-theoryoverview.html," [Online]. Available: www.firewall.cx/networking-topics/routing/ospf-routingprotocol/1110-ospf-operation-basic-advanced-concepts-ospf-areas-roles-theory-overview.html.
[20] ebook, "C. I. 1.-1. C. G., n.d. ospf-overview/," [Online]. Available: https://study-ccna.com/ospfoverview/.
[21] R&S, B. i. C., "understanding-basics-of-eigrp-routing-protocol/," 2017. [Online]. Available:
www.mustbegeek.com/understanding-basics-of-eigrp-routing-protocol/.
[22] ebook, C. I. 1.-1. C. G., " n.d. eigrp-overview/," [Online]. Available: https://studyccna.com/eigrp-overview/.
[23] A. Balchunas, "guides/eigrp.pdf," 2012. [Online]. Available:
https://www.routeralley.com/guides/eigrp.pdf.
[24] A. Balchunas, "guides/rip.pdf," 2012. [Online]. Available:
https://www.routeralley.com/guides/rip.pdf.
[25] Cisco, "n.d. eigrp-features.html," [Online]. Available:
https://www.learncisco.net/courses/ccna/part-7-eigrp-and-ospf/eigrp-features.html.
[26] W. Azam, "features-of-eigrp/," 2017. [Online]. Available: http://w7cloud.com/features-ofeigrp/.

49

