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PALABRAS CLAVES:  
 
PLAN DE RECUPERACION DE DESASTRES, DRP, BACKUP, DESASTRES 
TECNOLOGICOS, PLAN DE CONTINGENCIA. 
 
DESCRIPCIÓN: Se presenta un documento, con conceptos teóricos y de mejores 
prácticas, relacionados con la continuidad de negocio y específicamente con 
la recuperación de desastres (D.R.P.), caso puntual, la organización Agencia de 
Aduanas Profesional Nivel 1 SIAP, así como la visualización del diagnostico actual 
de la compañía junto a una propuesta de infraestructura alterna, un bosquejo de 
los equipos de trabajo y responsabilidades para afrontar las contingencias y los 





El enfoque metodológico que se llevo acabo para el desarrollo del proyecto fue 
cualitativo, ya que se realizaron entrevistas abiertas y una investigación acerca de 
las características actuales del área de tecnología y se evaluo el impacto de cada 
uno de los riesgos identificados. 
 
Utilizando análisis de documentos, la experiencia y el conocimiento de los 
coordinadores de frentes y procesos de la entidad, se establecieron y definieron 
las áreas críticas y prioritarias, dentro del funcionamiento de la misma, para 
incluirlas en el diseño del DRP, dotando con este, de una herramienta de apoyo, 
en momentos de contingencia, procurando regresar a la empresa, a su 




El análisis de riesgos, brindo a la organización un conocimiento de las debilidades 
y compromisos que afronta en el desarrollo de las actividades del negocio, 
permitió evaluar el conocimiento del entorno y del interior de la entidad e identificar 
la condición en la que se encuentra la para afrontar una situación de desastre.   































































Con el análisis de Impacto en el Negocio (BIA), se permite priorizar los procesos 
críticos de tecnología en las áreas de negocio, los recursos requeridos para 
soportar la operación e identificar los tiempos mínimos y máximos tolerables de 
recuperación de los activos de información para la organización.  
 
Al diseñar el Plan de recuperación de desastres (DRP), se identificó la exposicion 
de los activos de información de la dirección de tecnología, ante escenarios de 
desastre y que puede ocasionar una interrupción de las operaciones, por lo tanto 
se considera importante e indispensable la implementacion de un DRP 
estructurado y organizado teniendo en cuenta los riesgos evidenciados y la 
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