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 1 
1 Innledning 
1.1 Tema og aktualitet 
Temaet for oppgaven er å redegjøre for og vurdere de til dels motstridende interessene 
som arbeidsgiver og arbeidstaker har i henhold til å iverksette kontrolltiltak. Dette vil 
illustreres blant annet ved reglene om innsyn i e-post. Fremstillingen vil hovedsakelig 
basere seg på reglene i arbeidsmiljøloven, personopplysningsloven og 
personopplysningsforskriften. Rettspraksis og juridisk litteratur vil bli brukt til å tolke 
og utdype lovene og forskriften. 
 
Grensen mellom jobb og fritid blir mer og mer visket ut ettersom teknologien i dagens 
samfunn er i utvikling. Ansatte tilbringer mer tid på jobb og forventes å være 
tilgjengelige for arbeidsgiver ut over det som tradisjonelt har vært betraktet som normal 
arbeidstid.
1
 Til gjengjeld benytter de ansatte seg av tilgjengelig teknologi i form av 
telefon, e-post og internett, som er stilt til deres disposisjon av arbeidsgiver, til privat 
bruk både på jobb og hjemme. Dette fører til at skillet mellom privat og arbeidsrelatert 
bruk av ressursene blir vanskelig å trekke. 
 
I forlengelsen av ovennevnte oppstår problemstillinger knyttet til overvåkning og 
kontroll av arbeidstakere, og disse får stadig mer oppmerksomhet. Organiseringen av 
arbeidet og arbeidsformer endres, og da særlig som en følge av at 
informasjonsteknologien endrer arbeidsprosesser og -oppgaver. Dette har fått flere 
følger for arbeidstakeres personvern.
2
 Utviklingen av IT-systemer gir arbeidsgiver gode 
muligheter for kontroll av de ansattes aktiviteter på internett, blant annet deres e-post, 
med tilhørende potensiale for misbruk. Sist i august 2011 tilkjente Datatilsynet 
overtredelsesgebyr til to arbeidsgivere for uhjemlet e-postinnsyn. I den ene saken var 
det ledelsen i Nordenfjeldske kunstindustrimuseum i Trondheim som fikk en bot på 
                                                 
1
 Coll (2006) s.162 
2
 NOU-2009-1 s.22 
 2 
15 000 kroner for å ha lest e-posten til en langtidssykmeldt ansatt.
3
 Den andre gangen 
var det Seiersborg videregående skole i Kristiansand som ordnet det slik at rektoren på 
skolen fikk e-post til en tidligere ansatt automatisk videresendt til seg i nesten to 
måneder etter arbeidsforholdets opphør.
4
  
 
Datatilsynet får mange henvendelser angående kontrolltiltak i arbeidslivet, og det fra 
både arbeidsgivere og arbeidstakere. Det er stor interesse rundt dette. Den største 
andelen henvendelser utgjør arbeidskontroll, innsyn og liknende.
5
 I forhold til 
arbeidsgiver vil det forhold at det er teknisk enkelt og ressursmessig rimelig å overvåke 
ansatte medføre at presset på ytterligere overvåkning øker. I forhold til arbeidstakere er 
det derimot en rekke farer ved økt overvåkning – alt fra grove krenkelser av ansattes 
integritet til at det fratar ansatte ansvar for egne handlinger.
6
 
 
På den ene siden har altså den generelle samfunnsutviklingen ført til større 
selvstendighet, autonomi og mulighet for mer fleksibilitet for den enkelte arbeidstaker. 
På den annen side åpner den teknologiske utviklingen for muligheter til kontroll og 
overvåkning på en langt enklere måte og i et langt større omfang enn tidligere. Dette 
skaper behov for å finne et balansepunkt, slik at det er mulig å ivareta både 
arbeidsgivers kontrollbehov og arbeidstakers personvern i størst mulig grad.
7
 
 
1.2 Problemstilling og avgrensning 
Hva skal så til for at arbeidsgiver skal kunne foreta innsyn i og kontroll av arbeidstakers 
e-post? Hvor langt rekker arbeidsgivers styringsrett og reglene om kontrolltiltak etter 
arbeidsmiljøloven i forhold til den ansattes personvern? Svarene på disse spørsmålene 
vil bero på en interesseavveining mellom arbeidsgivers legitime behov for kontroll med 
bruk av virksomhetens ressurser og den ansattes behov for beskyttelse av egen 
integritet.
8
 Arbeidsgivers berettigede interesser må veies mot den integritetsinngripen 
                                                 
3
 Dagens it (2010) http://www.dagensit.no/article1952741.ece 
4
 Færaas, Arild (31.08.2011) http://www.vg.no/nyheter/innenriks/artikkel.php?artid=10081765 
5
 Kristiansen, Marte Iren (13.07.2011) http://www.dn.no/privatokonomi/article2181124.ece 
6
 NOU-2009-1 s.150 
7
 Kjølaas (2010) s.27 
8
 Kjølaas (2010) s.17 
 3 
som innsyn og kontroll vil kunne innebære.
9
 Det er disse spørsmålene denne oppgaven 
vil søke å besvare. 
 
Oppgavens fokus vil hovedsakelig være på personvernrettslige problemstillinger. Av 
plasshensyn vil arbeidsrettslige problemstillinger kun bli kort omtalt. 
 
Av samme hensyn vil oppgaven ikke omfatte fjernsyns- og videoovervåkning som 
kontrolltiltak. Innhenting av helseopplysninger ved ansettelse etter arbeidsmiljøloven 
§ 9-3 og medisinske undersøkelser av arbeidssøkere/-takere etter arbeidsmiljøloven 
§ 9-4 som kontrolltiltak vil heller ikke bli behandlet. 
 
Dessuten vil betydningen av at arbeidsgiver ikke overholder reglene om innsyn eller 
oppfyller vilkårene for kontroll heller ikke bli behandlet. Tilsvarende om arbeidstaker 
nekter og ikke er villig til å gi mulighet for innsyn der vilkårene for dette er til stede. 
 
1.3 Rettskildetilstanden 
1.3.1 Nasjonale regler 
Hjemmel for å iverksette kontrolltiltak kan finnes i blant annet arbeidsgivers 
alminnelige styringsrett og i lovbestemmelser. Arbeidsmiljøloven (aml.) kapittel 9 har 
bestemmelser om etablering av kontrolltiltak i virksomhet og gir også en oversikt over 
plikter for arbeidsgiver med hensyn til drøfting, informasjon og evaluering av 
kontrolltiltak. 
 
I 2009 ble § 9-5, ”Innsyn i arbeidstakers e-post mv.”, tatt inn i loven. Bestemmelsen sier 
at arbeidsgivers rett til innsyn i arbeidstakers e-post mv. reguleres i forskrift gitt i 
medhold av personopplysningsloven. Bestemmelsen er tatt inn i arbeidsmiljøloven for 
oversiktens skyld og er en henvisning til personopplysningsloven.
10
 
 
                                                 
9
 Kjølaas (2010) s.137 
10
 Kjølaas (2010) s.211 
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Personopplysningsloven (pol.) gjelder behandling av personopplysninger. Inntil 2009 
ga ikke loven hjemmel for å gi forskrifter om særskilte former for behandling av 
personopplysninger. I mangel av slik særskilt regulering måtte arbeidsgivers rett til 
innsyn i ansattes e-post vurderes på grunnlag av lovens generelle bestemmelser. 
 
I januar 2009 ble forskriftshjemmelen i pol. § 3 fjerde ledd utvidet (sammen med 
endringen i arbeidsmiljøloven) til å gi hjemmel for å kunne fastsette forskrift om innsyn 
i ansattes e-post.
11
 I medhold av denne endringen fikk personopplysningsforskriften 
(pof.) et viktig tillegg i form av bestemmelser som regulerer arbeidsgivers rett til innsyn 
i ansattes e-post mv, jf. forskriftens kapittel 9.
12
 Disse bestemmelsene skal tolkes i 
samsvar med Fornyings- og administrasjonsdepartementets merknader. Merknadenes 
rettslige status er noe usikker, men det er likevel henvist til merknadene i juridisk 
litteratur og deres praktiske betydning kan bli stor.
13
 Selv om det ikke er vanlig å legge 
mye vekt på slike merknader, vil de undertiden, i mangel av andre rettskilder, bli brukt i 
oppgaven til å redegjøre nærmere for forskriftens bestemmelser. 
 
Rettstilstanden er med forskriftsendringen slik at de generelle reglene for kontrolltiltak i 
virksomhet reguleres i arbeidsmiljøloven, mens de særskilte reglene for kontroll av 
arbeidstakers e-post mv. finnes i personopplysningsforskriften. 
 
1.3.2 Internasjonale regler 
De fleste traktater og konvensjoner på området som Norge slutter seg til, setter rammer 
for den nasjonale handlefrihet når det gjelder å utforme personvernregler.
14
 En av de 
viktigste er EUs generelle direktiv om personvern (”personverndirektivet”, 95/46/EF) 
som binder EU-medlemsstatene til å gjennomføre lovgivning i samsvar med 
direktivet.
15
 Siden direktivet er tatt inn i EØS-avtalen, er det folkerettslig bindende for 
Norge. 
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 Kjølaas (2010) s.146 
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 Kjølaas (2010) s.209 
13
 Bl.a. i Borchgrevink II og Kjølaas (2010) s.148 flg. 
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Personverndirektivet angir de minstekrav som medlemslandene må overholde og 
formuleringen i direktivet åpner for et nasjonalt spillerom på enkelte områder.
16
 
Direktivet gir for eksempel en rekke grunnregler for behandling av personopplysninger 
og er i hovedsak gjennomført nasjonalt ved personopplysningsloven. 
 
1.4 Begrepsavklaring 
Oppgaven omhandler en del personverns- og arbeidsrettslige begreper som det kan være 
grunn til å definere nærmere. 
 
”Kontrolltiltak” blir ikke nærmere definert i arbeidsmiljøloven, men omfatter i følge 
forarbeidene et meget vidt spekter av tiltak; alt fra fysisk kontroll til teknologisk 
overvåkning.
17
 I juridisk teori legges det til grunn at det med kontrolltiltak menes 
ethvert tiltak som skal sikre at arbeidstakere utfører sitt arbeid slik de skal, og for øvrig 
opptrer innen de rammer som gjelder for arbeidsforholdet.
18
 
 
En ”arbeidstaker” er ”enhver som utfører arbeid i annens tjeneste”, jf. aml. § 1-8 første 
ledd. I oppgaven blir betegnelsene ”arbeidstaker” og ”ansatt” brukt om hverandre. En 
”arbeidsgiver” blir definert som ”enhver som har ansatt arbeidstaker for å utføre arbeid 
i sin tjeneste”, jf. aml. § 1-8 annet ledd. Personopplysningsloven bruker betegnelsen 
”behandlingsansvarlig”. En ”behandlingsansvarlig” etter personopplysningsloven vil 
være den som er arbeidsgiver etter arbeidsmiljøloven og personopplysningsforskriften. 
 
”Personvern” er et litt upresist begrep som kan defineres på mange måter, men som 
forbindes med beskyttelse av individets integritet, autonomi, suverenitet og privatliv. 
Dette hviler på sentrale verdier i vårt samfunn. Den enkeltes interesse i å kunne 
kontrollere behandling av opplysninger om seg selv står sentralt.
19
 Personvernet gjelder 
dog ikke absolutt, det har sine grenser og må veies mot andre tungtveiende 
samfunnsmessige hensyn.
20
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 Kjølaas (2010) s.207 
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 Ot.prp.nr.49 (2004-2005) s.147 
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”E-post” er en forkortelse for elektronisk post og er en elektronisk posttjeneste der 
dokumenter og meldinger blir sendt mellom datamaskiner over et datanettverk.
21
 
Definisjonen av arbeidstakers e-postkasse i forbindelse med personvern kommer klart 
frem i pof. § 9-1 annet ledd første punktum; ”Med arbeidstakers e-postkasse menes e-
postkasse arbeidsgiver har stilt til arbeidstakers disposisjon til bruk i arbeidet ved 
virksomheten”. 
 
1.5 Den videre fremstilling 
I oppgavens kapittel 2 behandles reglene om arbeidsgivers adgang til å iverksette 
kontrolltiltak, herunder arbeidsgivers styringsrett, og reglene om kontrolltiltak i 
arbeidsmiljøloven. Kapittel 3 inneholder reglene om behandling av personopplysninger 
som arbeidsgiver har tilgjengelig fra kontrolltiltak. Vilkårene for arbeidsgivers adgang 
til e-postinnsyn behandles i kapittel 4, før det foretas en vurdering av reglene sett i 
sammenheng i kapittel 5.  
                                                 
21
 Bokmålsordboka 
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2 Arbeidsgivers adgang til å iverksette kontrolltiltak 
2.1 Innledning 
I forbindelse med at det etableres et arbeidsforhold mellom en arbeidsgiver og 
arbeidstaker, får arbeidsgiver en såkalt styringsrett overfor arbeidstakeren. Det er et 
utslag av styringsretten at arbeidsgiver kan bestemme hvilke kontrolltiltak som skal 
anvendes.
22
 Denne styringsretten er imidlertid grunnleggende begrenset. Både 
arbeidsmiljøloven, personopplysningsloven og personopplysningsforskriften inneholder 
generelle begrensninger for iverksettelse av kontrolltiltak. 
 
2.2 Arbeidsgivers styringsrett 
For at kontrolltiltak skal kunne gjennomføres, kreves det et rettslig grunnlag. I norsk 
rett har styringsretten tradisjonelt blitt ansett som rettslig grunnlag for kontrolltiltak, så 
lenge tiltaket ikke innebærer behandling av personopplysninger.  
 
Styringsretten defineres tradisjonelt som retten til å lede, fordele og kontrollere arbeidet, 
samt retten til å inngå arbeidsavtaler og bringe dem til opphør.
23
 Høyesterett har 
benyttet en lignende formulering i Nøkk-dommen og senere fulgt denne opp i Kårstø-
dommen.
24
 Arbeidsgiver gis gjennom styringsretten en kompetanse til å treffe 
beslutninger om virksomheten og ansettelsesforholdet, og det er en nødvendig 
konsekvens av selve arbeidsavtalen og det lydighets- og underordningsforhold til 
arbeidsgiveren som avtalen etablerer.
25
 
 
Styringsretten er ulovfestet og bygger på en generell sedvane om at arbeidsgiver må 
kunne gi rimelige og nødvendige instrukser innenfor arbeidsforholdet, ettersom 
arbeidsavtalen ikke kan angi i detalj alt som ligger innenfor arbeidstakers plikter.
26
 En 
arbeidstaker leverer ikke en bestemt tjeneste, men stiller sin arbeidskraft til løpende 
disposisjon for arbeidsgiveren og derved gir arbeidsgiveren styringsretten. Det er 
                                                 
22
 Jakhelln (2010) s.61 
23
 Jakhelln (2010) s.48 
24
 Rt.2000 s.1602 og Rt.2001 s.418 
25
 Jakhelln (2010) s.24 
26
 Jusinfo 
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nettopp denne funksjonen som gir grunnlaget for å karakterisere arbeidsforholdet som et 
underordningsforhold.
27
 
 
Det er likevel slik at arbeidsgiver ikke har en fri styringsrettskompetanse. Dersom 
arbeidsgiver ønsker å iverksette kontrolltiltak overfor sine arbeidstakere, må han passe 
på at denne retten ikke begrenses av reglene som oppstilles i blant annet lov og 
forskrift. 
 
2.3 Begrensninger i arbeidsgivers styringsrett 
2.3.1 Innledning 
Det forhold at arbeidsgiver regelmessig er den sterke part i avtalerelasjonen og den 
omstendighet at arbeidstaker ved inngåelsen av arbeidsavtalen trer inn i et 
underordningsforhold til arbeidsgiveren, medfører at det må føres en kontroll med 
arbeidsgivers utøvelse av styringsretten slik at denne maktposisjonen ikke misbrukes. 
Styringsretten er derfor begrenset.
28
 Lovgivning, tariffavtaler, arbeidsavtalen samt krav 
om saklighet setter grenser for hvilke beslutninger arbeidsgiver kan treffe i kraft av 
styringsretten.
29
 
 
2.3.2 Arbeidsavtale, tariffavtale, EMK art. 8 
Det er arbeidsavtalen mellom arbeidsgiver og arbeidstaker som danner utgangspunktet 
for det man måtte karakterisere som kompetansegrunnlaget for styringsretten. Nærmere 
avgrensning av denne kompetansen må derfor følge av en tolkning og utfylling av 
arbeidsavtalen. Verken arbeidsgiver eller arbeidstaker kan uten videre gå bort fra det 
som er avtalt. Arbeidstaker har i kraft av arbeidsavtalen akseptert å stille sin 
arbeidskraft til disposisjon, men dette medfører ikke et opphør av integritetsvernet 
vedkommende har som privatperson. 
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 Fougner, Jan (2009) 
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 Fougner, Jan (2009) 
29
 Jakhelln (2010) s.49 
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Arbeidsgiver har rett til å organisere, lede, kontrollere og fordele arbeidet, men dette må 
skje innenfor rammen av det arbeidsforhold som er inngått.
30
 Ut over disse rammer er 
arbeidstakers godkjennelse nødvendig.
31
 
 
I likhet med den individuelle arbeidsavtale kan det i tariffavtale fremgå begrensninger i 
arbeidsgivers styringsrett, som for eksempel i Hovedavtalen mellom LO og NHO.
32
 
Tilleggsavtalen V i Hovedavtalen er et supplement til arbeidsmiljølovens kapittel 9 om 
kontrolltiltak i virksomheten. 
 
Dersom arbeidsgiver og arbeidstaker har sluttet seg til en tariffavtale, setter denne 
rammene for hva som kan inngås i de individuelle arbeidsavtalene. 
 
Videre er vernet av den personlige integritet nedfelt i internasjonale avtaler som Norge 
er forpliktet av. Et av de sentrale regelverk er Den europeiske 
menneskerettighetskonvensjon av 4. november 1950 (EMK). Denne er inkorporert i 
norsk rett gjennom menneskerettighetsloven av 21. mai 1999 og gjelder direkte som 
norsk lov, jf. menneskerettsloven § 2.  
 
Den bestemmelsen som har størst interesse for oppgavens tema er EMK art. 8, som gir 
den enkelte krav på respekt for sitt privatliv, sitt hjem og sin korrespondanse. Likedan 
verner art. 17 i FN- konvensjonen om sivile og politiske rettigheter (SP) om vilkårlige 
eller ulovlige inngrep i privat- og familieliv, hjem eller korrespondanse. Det antas at 
vernet i SP art. 17 ikke går lengre enn EMK art. 8.
33
 
 
Det er etter avgjørelser fra den Europeiske menneskerettsdomstolen (EMD) klart at 
EMK art. 8 oppstiller et vern som også omfatter kontorlokaler og gjennom dette gir et 
vern for ansattes personlige integritet på arbeidsplassen.
34
 Bestemmelsen er tolket av 
EMD slik at den omfatter overvåkning av telefonsamtaler, e-poster og internettlogger 
                                                 
30
 Rt.2000 s.1602 
31
 Jakhelln (2010) s.49 
32
 Hovedavtalen LO-NHO (2010-2013), Del C Tilleggsavtale V 
33
 NOU-2004-6 s.36 
34
 NOU-2009-1 s.152 
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som sendes fra arbeidsplassen. Dette ble innfortolket av EMD i ”privatliv”- og 
”korrespondanse”- begrepene i avgjørelsen Copland v. United Kingdom, der retten kom 
til at det forelå brudd på EMK art. 8.
35
 Saken stadfester og styrker således prinsippet om 
personvern på arbeidsplassen og viser at EMK art. 8 vil være med å begrense 
arbeidsgivers styringsrett.
36
 
 
2.3.3 Arbeidsmiljøloven § 9-1 
Arbeidsmiljøloven har også regler som verner arbeidstakers personlige integritet på 
arbeidsplassen, og i praksis vil man kunne gå direkte til arbeidsmiljølovens 
bestemmelser om kontrolltiltak i virksomheten. I henhold til oppgavens struktur, 
behandler jeg likevel bestemmelsene i arbeidsmiljøloven som en begrensning i 
arbeidsgivers styringsrett. 
 
I aml. § 9-1 er det fastsatt begrensninger i styringsretten ut fra et grunnleggende 
saklighets- og forholdsmessighetskrav. Etter § 9-1 må kontrolltiltak bare iverksettes når 
tiltaket ”har saklig grunn i virksomhetens forhold” og ikke innebærer en 
”uforholdsmessig belastning”. 
 
Saklighetskravet innebærer at det må foreligge et formål som er forankret i 
virksomheten og som i seg selv er saklig. Videre må det foreligge saklig grunn overfor 
den enkelte som omfattes av kontrolltiltaket.
37
 Hensynet til arbeidstakernes personvern 
står her sentralt.
38
 
 
2.3.4 Personopplysningsloven 
Personopplysningsloven er en generell lov som også gjelder i arbeidslivet. Den gir 
anvisning på hvordan arbeidsgiver skal behandle opplysninger om ansatte og er mest 
praktisk når kontrolltiltak medfører at personopplysninger samles inn og brukes. 
 
                                                 
35
 Copland 62617/00 
36
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Loven begrenser adgangen til behandling av personopplysninger til uttrykkelig angitte 
formål som også må være saklig begrunnet. Opplysningene skal ikke gjenbrukes til 
uforenelige formål og arbeidstakerne skal holdes informert om behandlingen. Reglene i 
loven skal bidra til at personopplysninger blir behandlet i samsvar med grunnleggende 
personvernhensyn, jf. pol. § 1 annet ledd. I denne formuleringen ligger behovet for 
personlig integritet, privatlivets fred og tilstrekkelig kvalitet på personopplysninger. 
 
Arbeidsgiver kan ikke gjennomføre kontrolltiltak som medfører behandling av 
personopplysninger når vilkårene for behandling av slike ikke er oppfylt.
39
 
Personopplysningsloven setter altså grenser både for innhenting av opplysninger og den 
senere behandling av opplysningene. Dette kommer jeg nærmere tilbake til i kapittel 3. 
 
2.3.5 Personopplysningsforskriften 
Personopplysningsforskriften begrenser arbeidsgivers styringsrett og begrenser 
virksomhetens rådighet over informasjon som virksomheten kan ha materielle og 
immaterielle rettigheter til, og som kan være virksomhetskritisk informasjon. Dette 
gjelder både e-post med vedlegg og informasjon på server osv.
40
 
 
Arbeidsgivers adgang til innsyn i e-post mv. er begrenset og kun tillatt i forskriftens 
nevnte tilfeller.
41
 Disse vilkårene er uttømmende og arbeidsgiver kan ikke pålegge 
innsyn der vilkårene i forskriften ikke er oppfylt. Jeg kommer nærmere tilbake til 
personopplysningsforskriften i kapittel 4. 
 
2.4 Vilkår for iverksettelse av kontrolltiltak i virksomhet 
2.4.1 Generelt 
Kontrolltiltak i arbeidslivet dekker et vidt spekter og kan bestå av en rekke ulike tiltak. 
Felles for tiltakene er at det er arbeidsgiver som ønsker tiltaket gjennomført for å utøve 
                                                 
39
 Johansen (2001) s.95 
40
 Borchgrevink II pkt. 6 
41
 Personopplysningsforskriften § 9-2 a) og b) 
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en form for kontroll av sine ansatte.
42
 Det kan dreie seg om ”ufarlige” tiltak som er lette 
å akseptere (f.eks. arbeidstidsregistrering), men det kan også dreie seg om mer 
inngripende tiltak som kameraovervåking, behandling av sensitive personopplysninger 
og lignende.
43
 
 
Arbeidsgivers iverksettelse av kontrolltiltak vil kunne ha grunnlag i flere hensyn, for 
eksempel å sikre at lov og avtaleverk blir overholdt, herunder sikkerhetsbestemmelser 
for vern av arbeidstakernes liv og helse, men også virksomhetsrelatert kontroll ved for 
eksempel produksjons- og kvalitetskontroll. I henhold til kontroll av e-post kan 
arbeidsgiver anse dette hensiktsmessig for å undersøke om det er begått straffbare 
handlinger, om en ansatt driver konkurrerende virksomhet, eller at instrukser ikke 
brytes ved at ansatte laster ned forbudt materiale som musikkfiler eller annet mv. 
 
Aml. § 9-1 fastsetter vilkår som må være oppfylt for at det skal være adgang til å 
iverksette kontrolltiltak. Bestemmelsen er en rettslig standard som angir at ethvert 
kontrolltiltak må være saklig og forholdsmessig. Den fastsetter de materielle regler som 
begrenser adgangen til bruk av kontrolltiltak og gir anvisning på at det skal finne sted 
en konkret vurdering på basis av de fastsatte skjønnsmomentene i det enkelte tilfellet.
44
 
Virksomhetens behov må avveies mot den krenkelsen av arbeidstakers personvern som 
kontrolltiltaket kan innebære. 
 
Vilkårene i bestemmelsen vil ikke kunne settes til side av partene gjennom samtykke, 
arbeidsavtale eller tariffavtale.
45
 
 
2.4.2 Saklighetskravet 
Saklighetskravet skal beskytte arbeidstaker mot ubegrunnede inngrep fra arbeidsgiver. 
For at et kontrolltiltak skal være lovlig, må tiltaket ha saklig grunn i virksomhetens 
forhold. I dette ligger det to hovedvilkår; det må for det første foreligge et saklig formål 
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som er forankret i virksomheten som sådan, og for det andre må kontrolltiltaket være 
saklig begrunnet vurdert opp mot den enkelte arbeidstaker som omfattes av tiltaket.
46
 
 
Når kravet til saklig grunn må forankres i virksomheten som sådan, innebærer dette at 
kontrolltiltaket må kunne relateres til virksomhetens eksplisitte behov. Virksomhetens 
behov kan innbefatte en lang rekke forhold som det er umulig å angi uttømmende. Det 
kan for eksempel være teknologiske, økonomiske, sikkerhets-, og arbeidsmiljø- og 
helsemessige forhold som kan utgjøre et behov og dermed en saklig grunn for 
kontrolltiltak.
47
 Men at det for eksempel er et alminnelig samfunnsmessig mål at folk 
skal slutte å røyke, spise sunt og holde sunn livsstil, gir ikke arbeidsgiver saklig grunn 
til å foreta undersøkelser av de ansattes vaner og levemønster selv om virksomheten 
aktivt støtter denne målsetting og ønsker seg sunne og friske arbeidstakere.
48
 
 
Av saklighetsvilkåret må det også avledes et forbud mot usaklig forskjellsbehandling av 
arbeidstakere, eller grupper av ansatte i forbindelse med kontrolltiltak.
49
 Tiltakene må 
ikke praktiseres vilkårlig, men etter likhetsprinsipper.
50
 
 
Kontrolltiltaket må være saklig begrunnet i forhold til den enkelte arbeidstaker som 
rammes av tiltaket. Et tiltak kan være saklig overfor én arbeidstaker, men ikke 
nødvendigvis overfor andre. Et flyselskap kan for eksempel etter omstendighetene ha 
saklig grunn for å pålegge tilfeldig rusmiddeltesting av en flyver, men dette innebærer 
ikke uten videre at også en ansatt i kontorpersonalet kan pålegges den samme 
kontrollen. Saklighetskravet skal altså leses som et krav om tilstrekkelig saklig grunn, 
slik tilfellet for øvrig også er ved anvendelse av saklighetskriteriet knyttet til 
oppsigelser i aml. § 15-7.
51
 Begrunnelsen må med andre ord være tungtveiende nok. 
Tiltaket må være egnet til å avdekke de forholdene eller forebygge den risikoen som 
man ønsker å fjerne.
52
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Tiltaket må være egnet og nødvendig til å gjennomføre formålet. Det kan ikke gå ut 
over det som er formålet eller omfatte det som åpenbart er uegnet til å fremme formålet. 
Likedan vil mindre inngripende kontrolltiltak måtte anvendes dersom de kan ivareta de 
samme hensyn på en annen og mindre belastende måte.
53
 
 
Videre må saklighetskravet være oppfylt til enhver tid. Dette innebærer at 
kontrolltiltaket må opphøre når det behov eller formål som begrunnet tiltaket ikke 
lenger eksisterer eller er betydelig redusert. Det er ikke tilstrekkelig at kravet var 
oppfylt den gang kontrolltiltaket ble innført, det må være en vedvarende saklighet. 
Tiltaket må endres og tilpasses de endrede forhold dersom det overhodet kan 
opprettholdes.
54
 Dette er forutsetningsvis lagt til grunn i aml. § 9-2 tredje ledd, hvor den 
foreskrevne løpende evalueringsplikt synes å bygge på den underliggende materielle 
regel som er angitt ovenfor.
55
 
 
2.4.3 Forholdsmessighetskravet 
Dersom et kontrolltiltak skal være rettmessig, må det ikke innebære en uforholdsmessig 
belastning for arbeidstakeren. 
 
Momenter som skal tas i betraktning under drøftelsen av saklighetskriteriet, er relevante 
også under vurderingen av om et i og for seg saklig begrunnet kontrolltiltak medfører 
uforholdsmessig ulempe for arbeidstakeren.
56
 
 
Forholdsmessighetsvurderingen skal ikke knyttes kun til det enkelte kontrolltiltak, men 
til summen av alle kontrolltiltak foretatt av virksomheten.
 57
 Selv om et kontrolltiltak 
isolert sett er i samsvar med lovens vilkår, vil gjennomføringen av det kunne bli ansett 
som ulovlig dersom det medfører at den forsvarlige tålegrense for arbeidstakerne eller 
arbeidsmiljøet som sådan blir overskredet.
58
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Forholdsmessighetsvurderingen vil bero på en konkret helhetsvurdering av en rekke 
momenter. Utgangspunktet i helhetsvurderingen må være at sentrale personvernhensyn 
skal tillegges vesentlig betydning, og at tradisjonelle kontrolltiltak i langt større grad vil 
anses forholdsmessige. For eksempel der kontrolltiltaket vil medføre et ikke ubetydelig 
inngrep i rettsgoder som personlig integritet, privatlivets fred, verdighet eller liknende, 
vil vilkårene for å gjennomføre kontrollen i utgangspunktet bare unntaksvis være 
oppfylt. På den annen side skal det meget til for at mer tradisjonelle kontrolltiltak i 
arbeidslivet (tidsregistrering, adgangskontroll osv.) vil bli ansett som 
uforholdsmessige.
59
 Her må arbeidsgivers behov for å foreta kontrolltiltaket veie tungt. 
 
Det må selvsagt også tas hensyn til tiltakets formål, herunder hvor tungtveiende behov 
virksomheten har for kontrolltiltaket, og arten av den kontroll som skal gjennomføres. I 
avveiningen av hensyn der kontrolltiltaket er begrunnet i mistanke om misligheter, vil 
arbeidsgivers interesser ofte veie tyngre enn hensynet til den enkeltes personvern. Men 
det må som ellers foretas en konkret vurdering.  
 
Det har videre betydning om det er tale om en enkeltstående eller vedvarende kontroll, 
hvor hyppig den vil bli foretatt og hvordan den vil bli gjennomført.
60
 I utgangspunktet 
vil terskelen være lavere for at tiltaket anses å være forholdsmessig dersom tiltaket er 
enkeltstående.
61
 
 
2.4.4 Prosessuelle vilkår 
Aml. § 9-2 har bestemmelser om drøfting, informasjon og evaluering av kontrolltiltak. 
Bestemmelsen skal ivareta arbeidstakers rettigheter ved å pålegge arbeidsgiver å følge 
visse prosessregler ved kontrolltiltak. Informasjon og åpenhet om kontrolltiltak er viktig 
for å ivareta et godt arbeidsmiljø og gir arbeidstaker anledning til å bli informert om 
hensikten med tiltaket. Arbeidsgiver kan på denne måten opplyse om bakgrunnen og 
behovet for å utføre kontrolltiltaket, noe som kan gjøre det lettere for en arbeidstaker å 
akseptere det. 
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Før tiltak iverksettes skal arbeidsgiver så tidlig som mulig drøfte behov, utforming og 
gjennomføring av vesentlige kontrolltiltak med arbeidstakers tillitsvalgte.
62
 Med 
tillitsvalgte menes mer enn tillitsvalgte i tariffrettslig forstand, også verneombud og 
andre representanter for arbeidstakerne er omfattet.
63
 
 
Begrepet ”drøfting” er ikke et pålegg om forhandlinger der man må komme til enighet. 
Det ligger innenfor arbeidsgivers styringsrett å avgjøre hvilke kontrolltiltak som skal 
iverksettes, men arbeidstakerne skal gjennom deres tillitsvalgte få reelle muligheter til å 
komme med innspill, kommentarer og avvikende synspunkter før beslutning om 
kontrolltiltak blir truffet.
64
 I forarbeidene framholdes det at det bør være et særlig 
siktemål at partene gjennom drøfting av utforming og gjennomføring kommer fram til 
løsninger som i størst mulig grad begrenser inngrepet i arbeidstakernes personlige 
forhold og andre ulemper ved kontrollen.
65
 Siden det er tale om drøftelser, tilkommer 
det arbeidsgiver å treffe den endelige avgjørelsen dersom drøftelsene ikke leder til 
enighet med de tillitsvalgte. Men det vil ikke være rettmessig av arbeidsgiver å 
iverksette kontrolltiltak uten at drøftelser har funnet sted.
66
 
 
Drøftingene skal finne sted ”så tidlig som mulig”, gjerne på et forberedende stadium, 
slik at arbeidstakerne ved sine tillitsvalgte fremdeles gjennom sine innspill og sin 
argumentasjon kan få en reell innflytelse på beslutningsgrunnlaget. 
 
Aml. § 9-2 annet ledd etablerer en informasjonsplikt for arbeidsgiver. Mens 
drøftingsplikten etter § 9-2 første ledd gjelder virksomheter med tillitsvalgte, gjelder 
informasjonsplikten alle virksomheter uavhengig av om det er tillitsvalgte ved 
virksomheten. Alle arbeidstakere som blir berørt skal ha informasjon. Bestemmelsen gir 
kun uttrykk for den minimumsinformasjon som de berørte ansatte har krav på.
67
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Arbeidstakerne skal, før tiltaket iverksettes, gis informasjon om kontrolltiltakets formål 
og dets praktiske konsekvenser – herunder hvordan det vil bli gjennomført – og om 
kontrolltiltakets antatte varighet.
68
 Bestemmelsens bokstav b) er av særlig betydning. 
Av denne følger at arbeidstakerne skal gis utfyllende informasjon om hvordan 
kontrollen vil bli innrettet, for eksempel om hvor kontrollutstyret vil bli plassert og 
hvordan det virker, om undersøkelsesmetoder, kvalitetssikring av resultater osv.
69
 
 
Iverksatte kontrolltiltak skal jevnlig evalueres med sikte på om det stadig er behov for 
tiltaket, jf. § 9-2 tredje ledd. Kravet om evaluering henger sammen med de materielle 
grunnkrav for kontrolltiltak. Disse må vedvarende være tilfredsstilt. Selv om de 
grunnleggende kravene var oppfylt på iverksettingstidspunktet, kan forholdene ha 
endret seg, slik at vilkårene ikke lenger er oppfylt. Hyppighet og hvor grundig 
evalueringen skal være må vurderes konkret i forhold til det enkelte kontrolltiltak.
70
 
 
2.4.5 Oppsummering 
Arbeidsgivers adgang til å iverksette kontrolltiltak, og eventuelt hvilke, beror altså på 
en konkret og skjønnsmessig vurdering. Kontrolltiltaket må ha saklig grunn i 
virksomhetens forhold og ikke innebære en uforholdsmessig belastning for 
arbeidstaker. Videre plikter arbeidsgiver å drøfte tiltaket med arbeidstakernes 
tillitsvalgte, og hver enkelt arbeidstaker har krav på å bli informert om kontrolltiltaket.  
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3 Behandling av personopplysninger fra kontrolltiltak 
3.1 Innledning 
For arbeidsgiver som kan gjennomføre et kontrolltiltak i henhold til reglene i 
arbeidsmiljøloven kapittel 9 og som i den forbindelse får samlet opplysninger om 
ansatte, vil personopplysningslovens regler komme til anvendelse på hvordan slike 
opplysninger skal håndteres, jf. aml. § 9-1 annet ledd. For å bidra til at 
personopplysningene blir behandlet i samsvar med grunnleggende personvernhensyn, 
oppstiller personopplysningsloven vilkår for behandling av innsamlede opplysninger. 
 
3.2 Personopplysningsloven og dens formål 
Personopplysningsloven utgjør sammen med personopplysningsforskriften den viktigste 
nasjonale rettskilden når det gjelder beskyttelse av personvernet.
71
 Loven gir generelle 
bestemmelser om behandling av personopplysninger, dvs. opplysninger som direkte 
eller indirekte kan knyttes til en fysisk person. Den kommer i utgangspunktet til 
anvendelse på all elektronisk behandling av personopplysninger og på (manuelle) 
personregistre.
 72
 
 
Loven inneholder en systematisk regulering av hvorledes personopplysninger skal 
behandles, men inneholder ingen uttømmende regulering og er således supplert av 
særlovgivning, instrukser og avtaler. Det er for eksempel ikke bestemmelser i 
personopplysningsloven som direkte er satt til å ivareta privatlivets fred. Likevel 
formulerer lovens formålsbestemmelse (§ 1) en tilsynelatende altomfattende definisjon 
av ”grunnleggende personvernhensyn”, nemlig ”behovet for personlig integritet, 
privatlivets fred og tilstrekkelig kvalitet på personopplysninger”.  
 
Første ledd i formålsbestemmelsen inneholder imidlertid en viktig presisering; formålet 
er å beskytte den enkelte mot at ”personvernet blir krenket gjennom behandling av 
personopplysninger”. De grunnleggende personvernhensynene kan krenkes på flere 
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måter, ikke kun ved behandling av personopplysninger.
73
 Personopplysningsloven gir 
bare beskyttelse mot krenkelse gjennom informasjonsbehandling og ikke mot 
krenkelser av personvern i ”fysisk” forstand. Hvis personvernet blir krenket for 
eksempel ved gransking av privat hjem eller ved en kroppssjekk på flyplassen, så faller 
det utenfor denne lovens virkeområde. Blir det derimot foretatt en registrering og 
dermed en generering av personopplysninger fra granskingen og kroppssjekken, faller 
dette innenfor lovens anvendelsesområde.
74
 
 
Pol. § 1 første ledd angir hovedsiktemålet med loven, som er å beskytte enkeltindivider 
mot at deres personvern blir krenket som ledd i behandling av personopplysninger. Av 
annet ledd fremgår det at loven som et ledd i dette overordnede målet skal gi regler som 
bidrar til at personopplysninger behandles på en måte som er i samsvar med 
grunnleggende personvernhensyn.
75
 
 
Formålbestemmelsens generelle utforming er ment å være retningsgivende ved 
fortolkning av lovens øvrige bestemmelser. Dette er særlig viktig på grunn av den høye 
endringstakten på teknologiområdet da lov og forskrift ikke kan fange opp alle 
tenkelige problemstillinger. Ved tolkningen av de enkelte lovbestemmelser skal det i 
tillegg legges vekt på festnede rettsoppfatninger om personvern slik disse blir nedfelt i 
praksis fra domstoler, rettsteori og administrative avgjørelser.
76
 Beskyttelse av 
personvernet skal være det førende hensyn. 
 
3.3 Saklig virkeområde 
Lovens saklige virkeområde er nedfelt i pol. § 3, jf. EU-direktivets art. 3, og er meget 
bredt. Det omfatter store deler av samfunnets informasjonsbehandling, både i offentlig 
og privat sektor.
77
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For det første omfattes behandling av personopplysninger som skjer helt eller delvis 
med elektroniske hjelpemidler, jf. § 3 første ledd bokstav a). 
 
For det annet gjelder loven for (manuell) behandling av personopplysninger når 
opplysningene inngår eller skal inngå i et personregister, jf. § 3 første ledd bokstav b). 
Typisk vil dette være manuelle personregistre, dvs. tradisjonelle registre som finnes i 
papirform med personnavn som søkeord.
78
 
 
Utenfor lovens saklige virkeområde faller manuell behandling av personopplysninger 
som ikke skal inngå i noe personregister og saksbehandling som ikke gjør bruk av 
elektroniske hjelpemidler. I § 3 annet ledd gjøres det også unntak fra lovens 
virkeområde for behandling av personopplysninger for rent personlige eller andre 
private formål. 
 
3.4 Sentrale begreper og definisjoner i personopplysningsloven 
3.4.1 Innledning 
Pol. § 2 definerer hvordan ulike begreper i loven skal forstås. Bestemmelsen er i stor 
grad sammenfallende med EU-direktivets definisjoner i kapittel 1 art. 2, men er ikke 
noen blåkopi.
79
 Begrepet ”sensitive personopplysninger” er for eksempel definert i pol. 
§ 2 nr. 8, mens i EU-direktivet brukes ikke betegnelsen ”sensitiv” og behandling av 
særlige typer opplysninger er regulert særskilt i direktivets kapittel 2 art. 8. 
 
3.4.2 Personopplysning 
”Personopplysning” er et meget vidtrekkende og komplekst begrep, og samtidig et 
begrep som er helt sentralt for forståelsen av personopplysningsloven. Begrepet er 
avgjørende for å ta stilling til om loven kommer til anvendelse eller ikke.
80
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I loven defineres ”personopplysning” som ”opplysninger og vurderinger som kan 
knyttes til en enkeltperson”. Med ”enkeltperson” menes en person som direkte eller 
indirekte kan identifiseres. Det kan være kjennetegn som er spesielt for personens 
fysiske, fysiologiske, psykiske, økonomiske, kulturelle eller sosiale identitet, jf. EU-
direktivets art. 2 a). Direkte identifisering kan skje ved for eksempel navn eller 
personnummer, indirekte ved for eksempel telefon- eller bilnummer.
81
 
Hva som er å anse som tilstrekkelig identifikasjon må avgjøres konkret i hvert enkelt 
tilfelle.
82
 Her kan også formålsbestemmelsen komme supplerende inn som et 
tolkningsmoment. Det kan tenkes tilfeller hvor ordlyden i lovens § 2 nr. 1 isolert sett 
kan trekke i retning av at en opplysning er ”personopplysning”, men hvor 
personvernhensyn ikke kan begrunne at opplysningen vernes.
83
 
 
Begrepet ”personopplysning” er ikke bare begrenset til de rene fakta (opplysninger i 
snever forstand), men omfatter også ”vurderinger”, slik at for eksempel e-post omfattes 
av begrepet, jf. rettspraksis.
84
 E-post vil som oftest inneholde informasjon som kan 
knyttes direkte til en enkeltperson, for eksempel navn. 
 
Loven omfatter bare opplysninger om fysiske personer, jf. uttrykket ”enkeltperson”. 
Dette inkluderer også opplysninger (om fysiske personer) som knytter seg til juridiske 
personer (for eksempel opplysninger om at en person er registrert som innehaver av en 
virksomhet).
85
 
 
Videre er det bare opplysninger om levende personer som omfattes. Opplysninger om 
en avdød person er bare ”personopplysning” i lovens forstand dersom opplysningen 
også kan knyttes til en levende person.
86
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3.4.3 Behandling av personopplysninger 
Det fremgår av legaldefinisjonen i pol. § 2 nr. 2 at ”enhver form” for bruk av 
personopplysninger regnes som behandling i lovens forstand. Det som kjennetegner en 
behandling er at den er formålsbestemt; den utføres for å oppnå et bestemt resultat. 
 
Begrepet omfatter både enkeltstående operasjoner og flere enkeltoperasjoner i 
kombinasjon, slik som for eksempel innsamling, registrering, oppbevaring og bruk av 
de enkelte personopplysninger. Behandlingsbegrepet er videre knyttet til selve 
prosessen, slik at det er uten betydning om det behandles opplysninger fra forskjellige 
personer. Om den behandlingsansvarlige har fått konsesjon til behandling av sensitive 
personopplysninger, trenger vedkommende ikke en ny konsesjon hver gang det skal 
behandles slike opplysninger om nye personer.
87
 
 
Jeg kommer nærmere tilbake til behandling av personopplysninger i delkapittel 3.5. 
 
3.4.4 Samtykke 
I pol. § 2 nr. 7 defineres ”samtykke” som ”en frivillig, uttrykkelig og informert 
erklæring fra den registrerte, dvs. den ansatte som opplysningene kan knyttes til, om at 
han eller hun godtar behandling av opplysninger om seg selv”. Begrepet er et sentralt 
vilkår for å kunne behandle personopplysninger, jf. poppyl. §§ 8 og 9.  
 
I utgangspunktet må samtykket gis av den registrerte selv, jf. ”den registrerte”. Det er 
imidlertid ikke noe i veien for at samtykket gis av en som har fullmakt av den 
registrerte til å gjøre dette.
88
 Et kollektiv samtykke, for eksempel at en organisasjon 
samtykker på vegne av sine medlemmer, vil bare unntaksvis være tilstrekkelig.
89
 
 
Samtykket kan gis både skriftlig og muntlig, og også innhentes elektronisk. Selv om det 
ikke gjelder noen formkrav, må det fremgå klart at det samtykkes, hva det samtykkes til 
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og hvem samtykket er rettet mot. Det er således den behandlingsansvarlige som vil 
måtte sannsynliggjøre at det foreligger et samtykke.
90
 
 
I kravet til at samtykket skal være frivillig ligger at det ikke må være avgitt under noen 
form for tvang fra den behandlingsansvarlige eller andre. Den registrerte må ikke føle 
seg forpliktet til å gi samtykke, samtidig skal vedkommende ikke få tilbud om fordeler 
mot å samtykke. Dette kravet kan være problematisk da man aldri kan være sikker på 
hvor reelt det frivillige samtykket er eller i hvor stor grad det er påvirket av andre 
forhold. Det kan forekomme situasjoner hvor avgivelsen av samtykket ikke oppfattes 
som frivillig, for eksempel i en ansettelsessituasjon hvor arbeidsgiver stiller vilkår for 
ansettelsen. Dersom det å si nei vil kunne medføre negative konsekvenser, vil ikke 
samtykket oppfylle kravet til frivillighet som følger av loven. Arbeidsgiver har adgang 
til å stille krav, og så lenge opplysningene som kreves er relevante og rimelige ut fra 
stillingsforholdet mv., vil slike samtykker som hovedregel tilfredsstille kravet til 
frivillighet. Likevel trekker praksis fra både Personvernnemnda og Datatilsynet i retning 
av at samtykke som behandlingsgrunnlag ofte vil være lite egnet i forbindelse med 
personopplysninger.
91
 
 
Samtykket må videre foretas uttrykkelig og aktivt. En kan ikke samtykke i form av 
passivitet eller konkludent atferd, det må ikke være tvil om at samtykket er gitt og hva 
det gjelder.
92
 Kravet om at samtykket må være informert innebærer at den registrerte er 
informert om hva han eller hun samtykker i og hvilke konsekvenser samtykket får eller 
kan få.
93
 Det kan være informasjon om hva slags kontroll det er snakk om, om den 
gjelder all gjennomgang av e-post, hva arbeidsgiver eventuelt kan finne ut av en slik 
kontroll osv. 
 
Det er mulig for den registrerte å trekke tilbake samtykket, slik at behandlingen som 
hadde hjemmel i et samtykke ikke lenger kan foretas. Grunnlaget for den 
behandlingsansvarliges rett til å behandle opplysningene faller således bort. 
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3.4.5 Sensitive personopplysninger 
Loven skiller mellom personopplysninger og sensitive personopplysninger. Begrepet 
”sensitive personopplysninger” brukes i personopplysningsloven som en 
fellesbetegnelse på visse nærmere angitte personopplysninger.
94
 Disse er underlagt 
strengere regler når det gjelder behandling enn øvrige personopplysninger, jf. pol. § 9, 
og det er i utgangspunktet konsesjonsplikt fra Datatilsynet for behandling av slike 
opplysninger, jf. pol. § 33 første ledd.
95
 
 
Oppregningen av sensitive opplysninger i § 2 nr. 8 er uttømmende.
96
 Listen omfavner 
rasemessige og strafferettslige forhold, helse- og seksuelle forhold i tillegg til 
opplysninger om medlemskap i fagforeninger. 
 
Også andre typer opplysninger enn dem som nevnes i § 2 nr. 8 kan etter 
omstendighetene oppfattes som følsomme.
97
 Mange mennesker vil for eksempel mene 
at opplysninger om deres privatøkonomiske forhold er blant de mest sensitive 
opplysningene. Likevel blir ikke slike opplysninger anerkjent som sensitive i lovens 
forstand.
98
 På den andre side anerkjenner loven medlemskap i fagforening som en 
sensitiv opplysning selv om de fleste nok vil mene at dette i vårt land ikke nødvendigvis 
er en sensitiv opplysning. På dette punkt er Norge imidlertid bundet av EU-direktivets 
art. 8 nr. 1 som forutsetter at slike opplysninger regnes som sensitive.
99
 I tillegg 
presiserer departementet at betydningen av at en opplysning er klassifisert som 
”sensitiv” ikke må overvurderes, da de fleste reglene i personopplysningsloven også 
gjelder for behandling av ikke-sensitive personopplysninger.
100
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3.5 Behandling av personopplysninger 
3.5.1 Krav til rettslig grunnlag for behandling av personopplysninger 
Personopplysningsloven oppstiller vilkår som må være oppfylt for at den 
behandlingsansvarlige skal kunne behandle personopplysninger. De opplysningene 
arbeidsgiver får kunnskap om gjennom kontrolltiltak, kan bare benyttes i samsvar med 
pol. §§ 8, 9 og 11. 
 
Både pol. § 8 og § 9 nevner tre hovedgrunnlag for å behandle personopplysninger, men 
§ 9 stiller også opp skjerpede tilleggskrav når det gjelder behandling av sensitive 
personopplysninger.
101
 
 
Den videre fremstillingen avgrenses til kun å gjelde de tre hovedgrunnlag som er felles 
for bestemmelsene. Disse fremstilles i henhold til pol. § 8. 
 
For at det overhodet skal være lovlig å behandle personopplysninger, krever loven at 
det skal foreligge et rettslig grunnlag for behandlingen. Det oppstilles tre typer av 
grunnlag; samtykke, lovhjemmel eller nødvendig grunn.
102
 Grunnlagene er alternative 
og det er uklart i hvilken grad det eksisterer noen prioritetsrekkefølge. Det må 
imidlertid være rimelig klart at dersom det foreligger en lovhjemmel, vil denne gå foran 
både samtykke og nødvendighetsgrunner dersom lovhjemmelen er klar nok.  
 
Samtykke som behandlingsgrunnlag må tilfredsstille de krav som § 2 nr. 7 stiller til det. 
Kravene er omtalt tidligere i delkapittel 3.4.4. Det må blant annet kreves at samtykket er 
frivillig, uttrykkelig og informert. Det er viktig at innhentingen av samtykke er så klart 
og entydig som mulig slik at den registrerte vet hva han eller hun samtykker til.
103
 
Samtykke fra den registrerte selv vil kunne styrke vedkommendes muligheter til å råde 
over opplysninger om en selv og i tillegg vil man unngå mulig tvil om de 
skjønnsmessige vilkårene i § 8 bokstav a) til f) i nødvendighetskriteriet er oppfylt.
104
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Hjemmel i lov er det andre mulige grunnlaget for behandling av personopplysninger. 
Begrunnelsen for dette alternativet er at § 8 ikke skal oppstille tilleggsvilkår for å 
behandle personopplysninger når Stortinget allerede har bestemt at behandlingen er 
nødvendig for å vareta viktige samfunnsinteresser, jf. lex specialis- prinsippet. Om 
behandlingen er forankret i lov, slik at dette alternativet får anvendelse, må avgjøres ved 
å tolke hjemmelsloven til behandlingen. Hjemmelskravet er relativt, slik at det kreves 
klarere hjemmel desto større personvernmessig inngrep for den enkelte behandlingen 
innebærer. Kravene til behandling som oppstilles i EU-direktivet må fortsatt være 
oppfylt, selv om det finnes hjemmel for behandling av personopplysninger i annen lov 
enn personopplysningsloven.
105
 
 
For det tredje åpner personopplysningsloven for at opplysningene kan behandles 
dersom dette er nødvendig for å understøtte visse formål eller virkninger som er 
uttømmende angitt i § 8 bokstav a) til f).
106
 Oppgaven begrenses til kun å omtale 
bokstav f). 
 
Pol. § 8 bokstav f) oppstiller det siste alternativ for behandling av personopplysninger. 
Etter dette alternativet kan behandling finne sted når dette er nødvendig for at den 
behandlingsansvarlige skal kunne vareta en berettiget interesse, og hensynet til den 
registrertes personvern ikke overstiger denne interessen. Bestemmelsen bygger i likhet 
med aml. § 9-1 på et saklighets- og forholdsmessighetsprinsipp og forutsetter at det skal 
foretas en interesseavveining for å finne ut om det foreligger tilstrekkelig grunnlag for å 
behandle personopplysningene (mer om forholdet mellom personopplysningsloven og 
arbeidsmiljøloven i delkapittel 5.3). Den behandlingsansvarliges ”berettigede interesse” 
må veies opp mot ”hensynet til den registrertes personvern”.107 Det er altså ikke 
tilstrekkelig at behandlingen er nødvendig; i tillegg skal nødvendighetsgrunnen være 
viktigere enn hensynet til berørte personers personvern. Hensynet til privatlivets fred 
skal etter forarbeidene tillegges betydelig vekt, og dersom den registrerte gir beskjed 
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om at han eller hun ikke vil at behandlingen skal gjennomføres eller fortsette, bør dette 
vektlegges i vesentlig grad.
108
 
 
Alternativet åpner altså for en interesseavveining mellom den behandlingsansvarliges 
og den registrertes motstridende hensyn og gjør at en adgang til behandling av 
personopplysninger etter bokstav f) bare kan fastslås etter en nærmere undersøkelse av 
mulige personvernmessige implikasjoner.
109
 Både fordeler og ulemper for begge parter 
skal tas med og privatlivets fred må tillegges betydelig vekt i denne avveiningen mot 
kommersielle interesser. Det er grunn til å anta at den behandlingsansvarlige her vil 
være tjent med å rådføre seg med Datatilsynet da bestemmelsen er svært skjønnsmessig 
og mer arbeidskrevende enn de øvrige alternativer i § 8.
110
 Også det moment at en 
utilstrekkelig vurdering kan resultere i et erstatningsansvar for den 
behandlingsansvarlige etter lovens § 49 på grunn av uaktsomhet taler for at den 
behandlingsansvarlige rådfører seg i forkant. 
 
3.5.2 Krav til gjennomføringen av selve behandlingen 
3.5.2.1 Innledning 
I tillegg til de krav som følger av pol. §§ 8 og 9, må arbeidsgivers behandling av 
opplysninger fylle de krav som er oppramset i § 11. Bestemmelsen angir grunnkrav til 
behandling av personopplysninger. Den oppstiller fem kumulative vilkår som må være 
oppfylt for at behandlingen kan iverksettes. 
 
Etter bestemmelsens bokstav a) må det foreligge et lovlig behandlingsgrunnlag. Hvilke 
grunnlag som er aktuelle fremgår av §§ 8 og 9. Her viser jeg til behandlingen i forrige 
delkapittel. 
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Ved siden av vilkåret om et lovlig behandlingsgrunnlag i § 11 bokstav a), kan de fire 
gjenværende vilkårene deles inn i to grupper; bokstav b) og c) som oppstiller krav til 
angivelse av formålet og bokstav d) og e) som stiller krav til opplysningskvaliteten. 
 
3.5.2.2 Uttrykkelig angitt formål og saklig begrunnet 
Pol. § 11 bokstav b) oppstiller et formåls- og saklighetskrav. Den bestemmer at formålet 
med behandlingen skal være uttrykkelig angitt. Dette innebærer at det er lovstridig å 
behandle personopplysninger uten at et formål er uttrykkelig fastlagt, og at det er 
forbudt å behandle personopplysninger utenfor et eller flere angitte formål.
111
 Det 
pålegges den behandlingsansvarlige å fastsette et formål som er tilstrekkelig konkret og 
avgrenset til at det skaper åpenhet og klarhet om hva behandlingen skal tjene til. I 
forarbeidene presiseres det at formålsbeskrivelsene må være mer presise enn de formål 
som angis i §§ 8 og 9.
112
 
 
Det er på grunnlag av det angitte formålet den registrerte skal gi samtykke til 
behandling. Dersom formålet ikke er tilstrekkelig klart formulert, vil det kunne stilles 
spørsmål til om de registrerte forsto hva de samtykket til og om samtykket i det hele tatt 
kan regnes som en bindende viljeserklæring, jf. tidligere drøftelse av samtykke.
113
 
 
Videre stilles det vilkår om at formålet skal være ”saklig begrunnet” i den 
behandlingsansvarliges virksomhet. Det betyr at en bedrift for eksempel ikke kan starte 
med behandling av personopplysninger som ligger utenfor bedriftens forretnings- og 
virksomhetsområde.
114
 
 
I utgangspunktet er behandlingen av personopplysningene som er samlet inn, begrenset 
til det ene konkrete formålet, men dette kan likevel endres dersom ny behandling ikke 
”er uforenelig med det opprinnelige formålet”, jf. § 11 bokstav c). Dersom det nye 
formålet ligger innenfor de registrertes rimelige forventninger om hva opplysningene 
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ville kunne brukes til, vil det som regel ikke foreligge uforenelighet. Om den 
behandlingsansvarlige derimot samler inn opplysninger for å kunne gi de registrerte 
fordeler for så å bruke opplysningene på en måte som er til ulempe for de registrerte, vil 
dette ikke være i samsvar med kravene til endret formål i bokstav c).
115
 Dette vil 
innebære bruk av opplysninger som ikke dekkes av det opprinnelige formålet og det vil 
i første omgang være et vilkår at det nye formålet oppfyller kravene til selvstendig 
hjemmel for lovlig behandling, jf. §§ 8 og 9, evt. at den registrerte samtykker i den nye 
behandlingen.
116
 
 
Så lenge det nye formålet ”ikke er uforenelig med” det opprinnelige formålet, er det 
ikke påkrevd å innhente nytt samtykke. Har den registrerte først samtykket i at 
opplysningene benyttes, vil dette være et tilstrekkelig grunnlag for behandling. Er 
behandlingen basert på lovhjemmel eller ”nødvendighet”, må den 
behandlingsansvarlige påse at dette hjemmelsgrunnlaget dekker det nye formålet eller 
evt. gi anvisning på et supplerende hjemmelsgrunnlag.
117
 
 
Hvorvidt formålene er uforenelige i det enkelte tilfelle må vurderes konkret. Sentrale 
momenter i denne sammenheng vil være om bruken av opplysningene vil innebære 
ulemper for den registrerte, om bruken skiller seg sterkt fra den som lå til grunn for 
innsamlingen, eller om bruken stiller strengere krav til datakvalitet enn det opprinnelige 
innsamlingsformålet.
118
 
 
Bestemmelsens annet ledd oppstiller en presisering av bokstav c) og legger til rette for 
at formålsavgrensningen ikke forhindrer at opplysninger kan bli behandlet for 
historiske, statistiske og vitenskapelige formål. Behandling for slike formål kan være 
tillatt uansett om den behandlingsansvarlige har fastsatt slike formål eller ikke, da 
samfunnshensyn av slik bruk vil kunne sies å overstige ulempen for den enkelte.
119
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3.5.2.3 Opplysningskvalitet 
Kravene til opplysningskvalitet i § 11 bokstav d) og e) er formulert i forhold til hva som 
må anses å være nødvendig ut ifra formålet med behandlingen av personopplysninger. 
Jo større risiko for personvernkrenkelser på grunn av formålet, desto strengere krav er 
det aktuelt å stille til kvaliteten av personopplysningene.
120
 Opplysningene skal være 
tilstrekkelig og relevante, samt korrekte og oppdatert, jf. § 11 bokstav d) og e). 
 
Av dette følger at personopplysningene skal være så fullstendig som 
behandlingsformålet krever, samtidig som unødvendige opplysninger ikke skal trekkes 
inn i behandlingen. Pol. § 11 bokstav d) kan altså sies å uttrykke et krav om at 
opplysningene verken skal være for få eller for mange i forhold til formålet med 
behandlingen.
121
 
 
I henhold til bokstav e) skal opplysningene være korrekte og oppdaterte, samtidig som 
de ikke skal lagres lenger enn det som er nødvendig ut fra behandlingsformålet. Disse 
vilkårene har nær sammenheng med at opplysningene skal være ”relevante” etter 
bokstav d).
122
 
 
3.5.3 Oppsummering 
Arbeidsgivers adgang til å behandle personopplysninger fra et kontrolltiltak krever altså 
et rettslig grunnlag i form av samtykke, lovhjemmel eller nødvendig grunn. 
Kontrolltiltaket må videre ha et uttrykkelig angitt formål som er saklig begrunnet og 
personopplysningene fra tiltaket må tilfredsstille lovens krav til innhold og kvalitet.  
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4 Innsyn i ansattes e-post mv. 
4.1 Innledning 
Omfanget av kontrolltiltak i arbeidslivet øker. Noe av årsaken til dette er de 
mulighetene som oppstår på bakgrunn av den teknologiske utviklingen. Forskjellige 
former for elektronisk overvåkning blir iverksatt og arbeidsgivers innsyn i de ansattes e-
post er blant de mest fremtredende eksemplene på kontrolltiltak som etter hvert blir mer 
og mer utbredt. 
 
Arbeidsgiver kan føle behov for innsyn i e-post ved for eksempel arbeidstakers fravær 
fra arbeidet eller dersom det er mistanke om illojal oppførsel eller lovbrudd. 
Arbeidstakere, på den andre side, anser ofte e-posten som privat og er skeptiske til at 
arbeidsgiver skal ha innsyn i deres e-postkasse på jobb.
123
 Det er altså forskjellige 
interesser som ofte kan stride mot hverandre. Reglene i personopplysningsforskriften tar 
sikte på å ivareta begge parters interesser. 
 
Reglene for arbeidsgivers innsyn i de ansattes e-post gjennomgås i dette kapittel, mens 
de blir nærmere vurdert i kapittel 5.  
 
4.2 Rettslig grunnlag 
Som nevnt innledningsvis under pkt. 1.3.1, var det inntil 2009 ingen bestemmelser i 
verken personopplysningsloven eller personopplysningsforskriften som særskilt rettet 
seg mot behandling av personopplysninger som befinner seg i elektronisk utstyr som 
arbeidsgiver har stilt til arbeidstakers disposisjon. Arbeidsgivers adgang til innsyn i de 
ansattes e-post måtte vurderes på grunnlag av generelle regler i personopplysningsloven 
og det var gjennom Datatilsynets retningslinjer og praksis at reguleringen fant sted.
124
 
 
Vi har sett at behandling av personopplysninger etter pol. § 8 bare kan skje dersom den 
registrerte har samtykket, det er fastsatt i lov, eller behandlingen er nødvendig for minst 
ett av de angitte formål i § 8. Erfaring fra Datatilsynet viste at disse alminnelige 
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bestemmelsene i mange tilfeller ikke ga en klar nok anvisning på hvor grensen for 
lovlig e-postinnsyn gikk etter gjeldende rett, jf. Datatilsynets anmeldelse av 
Redningsselskapet, AS Vinmonopolet og Bazar Forlag AS. 
 
Personopplysningsforskriften med nytt kapittel 9 om ”Innsyn i e-postkasse mv.” trådte i 
kraft 1. mars 2009. Samtidig ble det også tilføyd en ny § 9-5 i aml. om ”Innsyn i 
arbeidstakers e-post mv.” der det henvises til pol. § 3 fjerde ledd. Denne 
henvisningsbestemmelsen er begrunnet med opplysningshensyn og hensyn til 
sammenhengen med arbeidsmiljølovens regler om kontrolltiltak, for å gjøre det klart at 
arbeidsgivers innsyn i e-post mv. bare kan skje når det følger av 
personopplysningslovens regler.
125
 
 
I forhold til EMK er det slik at selv om forskriften ikke har noe referanse til 
konvensjonen og retten til privat korrespondanse, så fungerer EMK som et bakteppe for 
reglene og vil være av betydning ved tolkning og anvendelse av forskriften.
126
 
 
4.3 Forskriftens innhold 
Reglene gjelder for innsyn i arbeidstakers personlige e-post samt i dokumenter på 
arbeidstakers personlige områder mv. De angir vilkår for når innsyn er tillatt, 
fremgangsmåten ved innsyn, bestemmelser om varsling, rett til å være til stede ved 
innsyn, osv. 
 
Formålet med reglene er å beskytte ansatte mot krenkelser av deres personvern, 
samtidig som arbeidsgivers interesser i virksomhetsrelatert informasjon skal sikres. 
Reglene skal klargjøre arbeidsgivers rett til innsyn i særskilte tilfeller og også verne 
arbeidstaker mot urimelig kontroll fra arbeidsgivers side.
127
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Forskriften utdyper og presiserer personopplysningslovens generelle regler.
128
 I forhold 
til loven, har det imidlertid skjedd to sentrale endringer; for det første er ikke samtykke 
fra den registrerte lenger tilstrekkelig til behandling av personopplysninger og for det 
andre skiller ikke forskriften mellom privat- og virksomhetsrelatert e-post. 
 
4.4 Forskriftens virkeområde 
4.4.1 Generelt 
Forskriftens virkeområde for bestemmelsene i kapittel 9 fremgår av forskriftens § 9-1. I 
følge bestemmelsens første ledd gjelder kapittelet ”arbeidsgivers rett til innsyn i 
arbeidstakers e-postkasse mv”. ”Mv.” viser til annet ledd der det blir nærmere utdypet 
hva som menes med ”arbeidstakers e-postkasse” og hvilke elektroniske medier og 
dokumenter som omfattes av innsynsretten. 
 
Annet ledd gjelder arbeidsgivers innsyn i arbeidstakers e-post og dokumenter i denne. 
Samtidig gis arbeidsgiver adgang til gjennomsøking av og innsyn i arbeidstakers 
personlige område i virksomhetens datanettverk og i andre elektroniske 
kommunikasjonsmedier eller elektronisk utstyr som er stilt til arbeidstakers disposisjon 
til bruk i arbeidet ved virksomheten. Bestemmelsene vil altså omfatte innsyn i 
tekstmeldinger på mobiltelefon og i andre håndholdte enheter som arbeidsgiveren eier 
og som han har stilt til arbeidstakerens disposisjon under utførelse av arbeidet. 
 
Innsynsretten er ikke begrenset til e-post og dokumenter som arbeidstakeren har 
tilgjengelig på kontrolltidspunktet. Forskriftens § 9-1 annet ledd siste punktum gir 
adgang til innsyn også i opplysninger som arbeidstaker har slettet fra de nevnte 
områdene, dersom opplysningene er lagret på sikkerhetskopier eller lignende som 
arbeidsgiver har tilgang til. Dette er en presisering av at bestemmelsene ikke bare 
gjelder på de elektroniske verktøy og på de lagringsmedier arbeidsgiver har stilt til 
arbeidstakers disposisjon, men også i forhold til innsyn på evt. kopier arbeidsgiver har, 
typisk backup-tape.
129
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Det er en absolutt forutsetning at utstyret det skal foretas innsyn i er ment for bruk i 
arbeidet. Dersom arbeidsgiver har gitt utstyr til arbeidstaker som er ment til privat bruk, 
vil ikke dette utstyret omfattes av forskriftens bestemmelser om innsyn.
130
 Tilsvarende 
gjelder for utstyr som arbeidstakeren selv er eier av, selv om dette i noen tilfeller skulle 
benyttes til arbeidsrelaterte aktiviteter. Utstyret er likevel ikke stilt til arbeidstakers 
disposisjon av arbeidsgiver. 
 
Bestemmelsene vil heller ikke gjelde for arbeidsgivers innsyn i dokumenter lagret på 
områder eller utstyr som er å anse som felles for virksomhetens ansatte, da disse 
områdene er tilgjengelige for alle og alle også kan lese de dokumenter som er lagret der. 
 
Fjerde ledd i § 9-1 gir reglene anvendelse for behandling som skjer ved hjelp av en 
databehandler. Bruk av en databehandler fratar ikke arbeidsgiver behandlingsansvaret 
etter loven eller forskriften. Det avgjørende er at informasjonen fremdeles er underlagt 
arbeidsgivers behandlingsansvar.
131
 
 
Reglene gjelder ikke bare i arbeidslivet, de skal gjelde så langt de passer også for 
universiteters og høyskolers innsyn i studenters e-post. Dette betyr at studenter som får 
tildelt en e-postadresse på lærestedet, eller som har dokumenter på personlige områder 
på lærestedets server, kan risikere innsyn i sine e-poster og dokumenter for eksempel 
ved mistanke om ulovlig fildeling.
132
 Tilsvarende for organisasjoners og foreningers 
innsyn i frivilliges og tillitsvalgtes e-post, jf. § 9-1 femte ledd. Når reglene kommer til 
anvendelse i disse tilfellene, skal vedkommende institusjon/organisasjon anses som 
arbeidsgiver og den aktuelle student/frivillige som arbeidstaker.
133
 
 
4.4.2 Skillet mellom privat og virksomhetsrelatert e-post 
”Med arbeidstakers e-postkasse menes e-postkasse arbeidsgiver har stilt til 
arbeidstakers disposisjon til bruk i arbeidet ved virksomheten”, jf. pof. § 9-1 annet ledd 
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første punktum. Forskriften gir med andre ord ikke arbeidsgiver hjemmel til innsyn i 
private e-postkasser som en arbeidstaker måtte ha (for eksempel Hotmail, Gmail osv.), 
med mindre en slik e-postkasse er stilt til arbeidstakers disposisjon til bruk i arbeidet.
134
 
Arbeidsgiver kan imidlertid bestemme, i kraft av styringsretten, at arbeidstakerne ikke 
kan benytte slike åpenbart private e-postadresser fra arbeidsgivers system. 
 
Det som kan skape problemer, er når en arbeidstaker bruker den virksomhetsrelaterte e-
postkassen til privat bruk. Forskriften bruker ikke begrepene ”privat” eller 
”virksomhetsrelatert”, men disse begrepene ble blant annet brukt av Høyesterett i 
Rt. 2002 s. 1500 og er senere brukt i juridisk teori og er lagt til grunn i Datatilsynets 
retningslinjer. Avgjørelsen i Rt. 2002 s. 1500 ble avsagt før forskriften trådte i kraft, 
men senere rettspraksis viser til drøftelsen i avgjørelsen og den må således anses å være 
retningsgivende for vurderingen også i dag.
135
 
 
Virksomhetsrelatert e-post yter normalt et betraktelig svakere vern for arbeidsgivers 
innsyn. I NOU-2004-5 uttaler Arbeidslivslovutvalget at ”mens det klare utgangspunktet 
er at arbeidstakere har krav på vern mot innsyn fra arbeidsgivers side i privat e-post, er 
det motsatte tilfellet for virksomhetsrelatert e-post”. For virksomhetsrelatert e-post er 
utgangspunktet at arbeidsgiver vil ha rett til innsyn dersom vilkårene i § 9-2 er oppfylt 
(mer om disse i delkapittel 4.5). Innsyn i privat e-post vil derimot normalt krenke retten 
til privat kommunikasjon i EMK art. 8 og er ikke tillatt. Vilkårene i forskriften er 
utformet slik at det bare unntaksvis vil være anledning til innsyn i private e-poster. Det 
vil kunne tenkes at virksomheten har et berettiget behov for innsyn i informasjon som 
kanskje kan være privat ved for eksempel mistanke om ulovlige forhold.
136
 
 
Det er ikke alltid enkelt å fastslå hvor grensen skal trekkes for hva som er privat og hva 
som er virksomhetsrelatert e-post. Grensen ble drøftet i en avgjørelse fra Borgarting 
lagmannsrett og stadfestet av Høyesteretts kjæremålsutvalg i Rt. 2002 s. 1500.
137
 Saken 
gjaldt spørsmålet om e-post sendt til og fra arbeidstakers e-postadresse hos arbeidsgiver 
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uten arbeidstakers samtykke kunne fremlegges som bevis i avskjedssak. Spørsmål som 
måtte avgjøres var blant annet i hvilken grad dette var personlige eller 
virksomhetsrelaterte e-poster.  
 
Lagmannsretten pekte på at det er innholdet i e-posten som må være det sentrale 
moment i vurderingen av hvorvidt den må anses som privat eller virksomhetsrelatert. I 
denne saken kom lagmannsretten og senere kjæremålsutvalget til at dokumenter/filer 
som handler om oppstart av egen virksomhet som er konkurrerende for arbeidsgivers 
virksomhet er ansett å være virksomhetsrelaterte og ikke private, selv om de gjelder den 
ansattes jobbsøkingsprosess. Andre momenter i vurderingen kan være om e-posten er 
merket ”privat”, hvem som er avsender og hva som står oppført som emne/tittel. Den 
ansattes påstand om at e-posten og dokumenter i denne er private kan også vektlegges, 
men er ikke nødvendigvis avgjørende. 
 
E-postadresser som post@virksomheten.no eller felles@virksomheten.no fremstår som 
klart virksomhetsrelatert og verken avsender eller mottaker kan forvente at e-poster 
sendt og mottatt til slike adresser vil bli betraktet som privat e-post. Derimot ved e-
poster som sendes og mottas på adresser som navn.navnesen@virksomheten.no vil 
arbeidstakeren ofte kunne ha en rimelig forventning om at denne e-posten er privat og 
at innholdet ikke kan leses av andre da man gjerne må logge inn med et privat 
brukernavn og passord for å lese e-posten. Innsyn vil av arbeidstaker kunne anses som 
et inngrep i hans/hennes personlige integritet. For arbeidsgiver vil innsyn i slike e-
poster by på særlige problemer. Det bør derfor være rutiner i virksomheten slik at for 
eksempel privat e-post merkes med ”privat” eller ”konfidensiell” for å hindre at 
arbeidsgiver får innsyn i denne og lettere kan skille mellom privat og 
virksomhetsrelatert e-post. 
 
4.5 Vilkår for innsyn 
4.5.1 Generelt 
Det generelle og grunnleggende kravet til innsyn i e-post er at innsynet alltid skal være 
nødvendig. Hvis det er mulig å skaffe opplysningene på en annen og mindre 
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inngripende måte enn ved innsyn, vil kravet til nødvendighet ikke være oppfylt.
138
 
Innsyn krever et kvalifisert behov for å ivareta arbeidsgivers interesser. I 
nødvendighetsvurderingen skal arbeidsgivers behov for innsyn for å kunne ivareta sine 
interesser veies mot arbeidstakers behov for personvern av sin korrespondanse.
139
 
 
Det er også forskjell på innsyn i et konkret tilfelle som kan skje dersom vilkårene er 
oppfylt, og kontinuerlig overvåkning av den ansattes e-post. Slik kontinuerlig 
overvåkning er ikke tillatt, jf. pof. § 9-2 annet ledd. Bestemmelsene i forskriften gir kun 
adgang til innsyn i enkeltstående tilfeller for konkrete formål. 
 
Vilkårene for innsyn er oppramset i pof. § 9-2 første ledd. Bestemmelsen inneholder 
flere alternative grunnlag i bokstav a) og b) for arbeidsgivers innsyn i arbeidstakers e-
post. Listen er uttømmende, slik at samtykke ikke lenger er et mulig rettsgrunnlag for 
innsyn som det var før endringene i personopplysningsforskriften, sml. pol. § 8 første 
ledd. Samtidig er det i Fornyingsdepartementets merknader lagt opp til at arbeidstaker 
uoppfordret kan gi arbeidsgiver rett til innsyn for å gjennomføre sin plikt til å gjøre 
arbeidsgiver kjent med e-post med tjenestelig innhold. For eksempel at arbeidstaker 
sørger for videresending av e-post med virksomhetsrelatert innhold i forbindelse med 
arbeidstakers fravær. Slik uoppfordret videresending må imidlertid anses som noe annet 
enn et samtykke. Uoppfordret vil si at arbeidstakeren på eget initiativ og uten 
oppfordring fra arbeidsgiver gjør e-posten tilgjengelig for virksomheten, mens 
samtykke normalt avgis etter at man er blitt oppfordret til å gi samtykke. En 
oppfordring til å avgi samtykke kan oppfattes som press, slik at samtykket ikke blir å 
anse som frivillig. Dette i motsetning til å gi uoppfordret adgang til innsyn i e-post.
140
 
Mer om samtykke i delkapittel 5.6.5. 
 
Det er videre ikke anledning til å avtale innsyn i andre tilfeller enn de som følger av 
§ 9-2 første ledd til arbeidstakerens ugunst, jf. pof. § 9-5. Hva som er til ugunst for en 
arbeidstaker må vurderes konkret, men regler som vil innebære en utvidelse av 
arbeidsgivers adgang til innsyn vil som hovedregel være til ugunst for arbeidstaker. 
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Pof. § 9-5 gir anledning for partene til å inngå avtaler som inneholder presiseringer av 
forskriftens bestemmelser eller som gir arbeidstaker bedre vern enn forskriften.
141
 Dette 
vil bli nærmere behandlet i delkapittel 5.5. 
 
4.5.2 Nødvendig for å ivareta den daglige drift eller andre berettigede 
interesser 
Pof. § 9-2 første ledd bokstav a) inneholder to alternative grunnlag for innsyn. Den 
legger til grunn et nødvendighetskriterium som i hvert enkelt tilfelle krever en konkret 
vurdering av om hensynet til den daglige driften eller andre berettigede interesser gjør 
det tvingende nødvendig å åpne e-postkassen.
142
 Dette harmonerer med ordlyden i pol. 
§ 8 som angir grunnvilkår for behandling av personopplysninger.  
 
Det første alternativet som er knyttet til nødvendighetsvurderingen er at innsyn er 
nødvendig ”for å ivareta den daglige driften”. Dette kan typisk være ved 
arbeidstakerens fravær dersom det er god grunn til å tro at det er kommet 
virksomhetsrelaterte meldinger i e-postkassen som arbeidsgiver trenger av driftshensyn. 
Tidsaspektet har her stor betydning. Fravær og fraværets varighet vil være et element i 
en totalvurdering av om innsyn er nødvendig. Dersom arbeidstaker har sørget for 
videresending av virksomhetsrelatert e-post eller automatisk svar med opplysning om 
fravær og hvor virksomhetsrelatert e-post skal sendes i mellomtiden, vil dette redusere 
behovet for innsyn.
143
 
 
Selv ved kortere fravær kan det være grunnlag for innsyn. For eksempel dersom 
arbeidsgiver har god grunn til å tro at det foreligger et tilbud med kort akseptfrist i 
arbeidstakers e-postkasse som krever tiltak før arbeidstaker er tilbake fra lunsj eller 
liknende, og man ikke klarer å få tak i tilbudet på annen måte.
144
 I dette tilfellet må 
kontrollhensynet ofte anses å være sterkere enn hensynet til personvern da det utelukket 
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er virksomhetsrelatert materiale arbeidsgiver ønsker innsyn i og dette ikke kan 
anskaffes på annen måte. 
 
Den andre alternative vurderingen som skal foretas etter pof. § 9-2 ligger nær den 
vurderingen den behandlingsansvarlige skal foreta etter pol. § 8 bokstav f). ”Berettigede 
interesser” må regnes som en rettslig standard og målestokken må derfor være hva man 
i alminnelighet anser som legitime hensyn ved en virksomhet.
145
 Det må foretas en 
konkret vurdering av arbeidsgivers og arbeidstakers interesser. Det kan for eksempel 
tenkes at innsyn kan begrunnes med et legitimt behov for å ivareta virksomhetens rykte, 
men personverninteresser skal veie tungt, og særlig hvis de veies opp mot kommersielle 
eller økonomiske interesser.
146
 
 
Det ble avsagt en tingrettsdom i november 2009 der retten vurderte arbeidsgivers 
innsyn i de ansattes e-post på bakgrunn av pof. § 9-2.
147
 Saken gjaldt spørsmålet om 
arbeidsgiver (Mesta Entreprenør AS) kunne gjennomføre innsyn i e-postkasser 
tilhørende tidligere ansatte i Mesta. E-postkassene ble av retten ansett som 
virksomhetsrelaterte da de ansatte slettet all privat e-post før fratreden og det var ikke 
ønske om en rekonstruksjon av denne e-post. De ansatte hadde også signert 
fratredelsesavtaler som gav arbeidsgiver disposisjonsretten og de måtte med dette forså 
at resterende virksomhetsrelatert materiale skulle overdras til arbeidsgiver. Videre ble 
det av arbeidsgiver sett hen til at de ble varslet om innsynet og gitt anledning til å være 
til stede ved gjennomgangen, noe som avdempet mulige krenkelser av deres 
personvern. Retten kom på bakgrunn av dette frem til at arbeidsgivers interesser veide 
tyngst og at innsyn kunne hjemles i både bokstav a) og b) i pof. § 9-2. 
 
I henhold til bokstav a), fikk arbeidsgiver adgang til innsyn i e-post begrunnet i 
berettiget interesse ved forfølgelse av et erstatningskrav som følge av illojalitet. 
Arbeidsgivers økonomiske tap og svekkete drift som følge av arbeidstakernes illojalitet, 
samt de konsekvenser illojaliteten kan ha fått for selskapet, ble av retten ansett som 
”berettiget” i henhold til bokstav a). 
                                                 
145
 Fornyingsdepartementets merknader til § 9-2 
146
 Datatilsynet (2009) http://datatilsynet.no/templates/article____2588.aspx 
147
 Asker og Bærum tingrett 09-160051TVI-AHER/1 
 40 
I forhold til rettens vurdering av vilkårene i bokstav b), viser jeg til etterfølgende 
delkapittel 4.5.3. 
 
På bakgrunn av blant annet ovennevnte tingrettsdom og Rt. 2002 s. 1500 er begrunnet 
mistanke om oppstart av konkurrerende virksomhet ansett som en slik berettiget 
interesse som medfører at arbeidsgiver har rett til innsyn. Dette ble også lagt til grunn i 
en kjennelse fra Oslo byfogdembete i 2010.
148
 
Jeg vil i det neste delkapittel se nærmere på begrepet ”begrunnet mistanke”. 
 
4.5.3 Begrunnet mistanke om grove pliktbrudd eller forhold som kan gi 
grunnlag for oppsigelse eller avskjed 
Etter pof. § 9-2 første ledd bokstav b) har arbeidsgiver innsynsrett i e-postkassen 
dersom det foreligger begrunnet mistanke om at bruk av e-postkassen innebærer et 
grovt pliktbrudd eller andre forhold som kan gi grunnlag for oppsigelse eller avskjed. 
 
Straffbare handlinger faller lett inn under denne bestemmelsen, men også andre 
handlinger som åpenbart er i strid med virksomhetens og arbeidsgivers interesser. 
Eksempler kan være bruk av datasystemet til utsendelse av spam eller e-post med annet 
skadelig innhold. Trakassering av andre ansatte eller bruk av arbeidsgivers utstyr til å 
laste ned ulovlig materiale via internett vil også kunne omfattes av bestemmelsen.
149
 I 
slike tilfeller veier ønsket om kontroll fra arbeidsgiver tyngre enn arbeidstakers 
personvern da arbeidstaker bevisst foretar seg noe ulovlig og må regne med at dette vil 
kunne få konsekvenser dersom forholdet blir oppdaget. 
 
Handlingen må være så alvorlig at den gir grunnlag for å avslutte arbeidsforholdet. 
Under det første alternativet i bokstav b) kan man tenke seg handlinger som ikke 
nødvendigvis er så grove brudd på de arbeidsrettslige pliktene, men som under gitte 
omstendigheter likevel kan gi grunnlag for opphør av arbeidsforholdet. Det kan være 
brudd på plikter som er regulert i arbeidsinstrukser, avtaler eller interne retningslinjer. 
Det forutsettes altså at ”grovt brudd på de plikter som følger av arbeidsforholdet” 
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innebærer en opphørsgrunn og dette er utgangspunktet for arbeidsgivers 
gjennomsøkingsrett. Terskelen er likevel høy, da det skal en god del til før man kan si 
opp en arbeidstaker.
150
 
 
Dette innsynsalternativet ble vurdert i den nevnte tingrettsdommen fra november 2009. 
Rettmessig innsyn ble av retten begrunnet med at innsynet underbygget en mistanke om 
grov illojalitet. Det verserte rykter hos arbeidsgiver (Mesta) om at den tidligere ansatte 
var involvert i oppbygging av konkurrerende virksomhet allerede før fratreden ved å få 
flere ansatte fra Mesta til den nye virksomheten. Vedkommende hadde individuelle 
møter med flere av de senere avtroppende ansatte og informerte dem om muligheter i 
ny virksomhet. 
 
Rt. 2001 s. 1589 er en annen dom som gir eksempel på en situasjon der ansattes forhold 
gir grunnlag for innsyn i e-post. Dommen er avsagt før forskriften, men den kan tjene 
som eksempel på forhold som kan gi grunnlag for innsyn i e-post også etter pof. § 9-2. 
Saken gjaldt oppsigelse av en driftskonsulent grunnet hans bruk av arbeidsgivers 
(Raufoss) internettlinje til privat bruk ved nedlasting av musikkfiler. På bakgrunn av 
uvanlig treghet i systemet tok IT-sjefen ut utskrift av en datalogg som inneholdt 
opplysninger om det interne internettbruket i bedriften. Slik ble det altså funnet at 
driftskonsulenten i stor grad hadde brukt systemet til private formål. Høyesterett kom 
frem til at det var adgang til oppsigelse som følge av at arbeidstakers omfattende 
misbruk var et alvorlig brudd på arbeidsreglement, arbeidsinstruks og lojalitetsplikten 
til arbeidsgiver. Innsynet i utskriften ble tatt som en del av administrasjonen av 
systemet og måtte sees i lys av praksis i bedriften. Hensynet til personvernet var dermed 
ikke krenket. 
 
Det andre alternativet i bokstav b) åpner for innsyn der det foreligger forhold som kan 
være mindre grove men likevel føre til oppsigelse eller avskjed. Dette kan for eksempel 
være illojalitet eller andre handlinger som strider mot arbeidsgivers interesser. 
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Innsyn må ha grunnlag i ”begrunnet mistanke”. Arbeidsgiver må ha konkret 
informasjon som gir grunn til å tro at e-postkassen kan inneholde opplysninger om 
forhold forskriften nevner. Det er ikke tilstrekkelig at arbeidsgiver tenker at ”her er det 
noe galt”. Løse antakelser er ikke tilstrekkelig for innsyn. Konkret informasjon kan 
arbeidsgiver sies å ha ved at for eksempel andre ansatte og kolleger har tipset 
arbeidsgiver eller det foreligger informasjon fra den generelle drift og administrasjon av 
virksomhetens it-systemer.
151
 Dette ble lagt til grunn i den tidligere omtalte Rt. 2002 
s. 1500, der retten kom til at det forelå adgang til innsyn da begrunnelsen for ønsket om 
kontroll var mistanke om illojalitet og arbeidsgiver hadde fått tips fra andre ansatte om 
dette. 
 
Videre begrenser ikke bestemmelsene om innsyn i e-post arbeidstakerens plikt til, på 
eget initiativ, å gjøre arbeidsgiver kjent med e-post med tjenestelig innhold. 
Arbeidstaker har også en plikt til å gi arbeidsgiver tilgang til arkivverdig materiale slik 
at virksomheten skal kunne oppfylle sine plikter etter arkivloven eller 
bokføringsloven.
152
 
 
Til slutt kan informasjon i arbeidstakers e-postkasse være taushetsbelagt overfor 
arbeidsgiver. Dette vil særlig være praktisk for forskere. De vil kunne ha lovpålagt 
taushetsplikt som innebærer at heller ikke arbeidsgiver kan gis tilgang til informasjon 
arbeidstakeren besitter. Tilsvarende kan gjelde korrespondanse mellom arbeidstaker og 
tillitsvalgt. Arbeidsgivers innsynsrett kan ikke tilsidesette en slik taushetsplikt.
153
 
 
4.6 Fremgangsmåte ved innsyn 
4.6.1 Generelt 
Forutsatt at vilkårene for innsyn i pof. § 9-2 er oppfylt, foreskriver pof. § 9-3 hvilken 
fremgangsmåte arbeidsgiveren må følge ved innsynet. Det er arbeidstakers rettigheter 
som søkes ivaretatt ved denne bestemmelsen. 
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Før innsyn skal arbeidstaker så langt som mulig varsles og få anledning til å uttale seg, 
jf. § 9-3 første ledd. I dette varselet skal arbeidsgiver begrunne hvorfor vilkårene i § 9-2 
anses å være oppfylt og også orientere arbeidstaker om vedkommendes rettigheter etter 
forskriften. Blant annet har arbeidstaker, så langt det er mulig, anledning til å være 
tilstede under gjennomføringen av innsynet og har også rett til å la seg bistå av 
tillitsvalgt/en representant. Det er ikke noe absolutt krav om tilstedeværelse, slik at en 
arbeidstaker selv velger om han eller hun vil være til stede eller vil la seg bistå av en 
tillitsvalgt. 
 
Uttrykket ”så langt det er mulig” gir ikke arbeidstaker en ubetinget rett til å bli varslet 
eller å være til stede, men formuleringen gir uttrykk for noe man bør tilstrebe.
154
 
Varslingsvilkåret er et viktig vilkår for arbeidstaker siden innsyn i e-post som oftest 
betraktes som et inngripende kontrolltiltak og kan lett innebære et urettmessig inngrep i 
arbeidstakers integritet. Manglende varsling kan gjøre et allerede inngripende 
kontrolltiltak til å føles enda mer krenkende for arbeidstaker. Selv om vilkåret om 
varsling ikke er absolutt, kan manglende varsling kunne være et moment i en 
helhetsvurdering for å anse arbeidsgivers innsyn i e-post som urettmessig.  
 
Varsel kan unnlates dersom det etter § 9-2 er adgang til innsyn umiddelbart, for 
eksempel fordi tidsaspektet tilsier at man ikke rekker å varsle eller det er nødvendig for 
å ivareta den daglige driften. Tidsaspektet vil således være et sentralt vurderingstema 
når det avgjøres om det er mulig å varsle arbeidstaker.
155
 Ved innsyn uten foregående 
varsel skal imidlertid den ansatte underrettes i etterkant av innsynet, jf. annet ledd. 
Underretningen skal inneholde informasjon om hvorfor vilkårene for innsyn anses som 
oppfylt, hvilke rettigheter arbeidstakeren har etter forskriften, hvilken metode som er 
benyttet ved innsynet, hvilke e-poster eller andre dokumenter som er åpnet, samt 
resultatet av innsynet. 
 
Dersom arbeidsgiver frykter at varsel skal føre til at arbeidstaker endrer eller sletter 
dokumenter arbeidsgiver ønsker innsyn i, har arbeidsgiver adgang til å speilkopiere de 
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områder i det elektroniske nettverk det er rettslig grunnlag til å foreta innsyn i. Slik 
speilkopi vil gi trygghet til begge parter ved at det vil være mulig å påvise eventuelle 
endringer av informasjon. Ved innsyn i speilkopi skal de samme vilkårene som for 
innsyn i e-post være oppfylt.
156
 
 
Betydningen av varsel kan illustreres ved rettspraksis fra både EMD og nasjonale 
domstoler. 
 
I EMD ble det vist til viktigheten av varsel i blant annet to saker; Halford v. United 
Kingdom og Copland v. United Kingdom.
157
 Begge sakene fastslo at overvåkning og 
kontroll av samtaler og korrespondanse i e-post fra arbeidsplassen omfattes av retten til 
”privatliv” og ”korrespondanse” i EMK art. 8. EMD konstaterte i begge tilfellene at 
arbeidstakers rettigheter etter EMK var krenket og at inngrepet ikke var i samsvar med 
loven. Det ble lagt stor vekt på at arbeidstakerne ikke hadde fått noe varsel om at 
samtalene, e-post og internettbruk ville bli avlyttet og overvåket. Domstolen mente 
således at arbeidstakerne hadde en berettiget forventning om personvern for private 
samtaler og korrespondanse. Videre ble det vist til viktigheten av at alle parter i 
arbeidslivet etablerer en instruks for arbeidsgivers innsyn i de ansattes private gjøremål. 
Slik etablering av instruks vil gi informasjon til de ansatte og skape forutberegnelighet i 
forhold til denne for begge parter. 
 
En dom fra Borgarting lagmannsrett viser også viktigheten av at arbeidstaker blir 
varslet før innsyn foretas.
158
 Saken gjaldt innsyn i en sykmeldt arbeidstakers e-post. 
Lagmannsretten kom til at arbeidsgiver (X Iskrem AS) hadde rett til innsyn i 
arbeidstakers e-post etter pof. § 9-2 bokstav a). Selv om arbeidstaker hadde sørget for at 
all relevant e-post som gjaldt bedriften ble videresendt, hadde arbeidsgiver behov for 
innsyn blant annet for å sikre kommunikasjonen med de øvrige ansatte på 
produksjonsstedet. Arbeidstakers e-postadresse var den eneste på arbeidsstedet. 
Bedriftens varsler viste ikke til forskriftens bestemmelser, men de inneholdt 
formuleringer som kunne tyde på at forskriften var vurdert og at bedriften hadde funnet 
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at vilkårene for innsyn var til stede. Varslene inneholdt heller ikke noe om hvilke 
rettigheter arbeidstakeren har ved gjennomføringen av innsyn slik arbeidsgiver har plikt 
til, jf. pof. § 9-3. Bedriften foretok seg ikke noe mer for å gjennomføre innsynet, men 
sørget i stedet for å stenge e-postadressen til arbeidstakeren og opprette en ny. 
 
Fra arbeidstakerens rett til informasjon om innsyn gjelder det enkelte unntak. Pof. § 9-3 
viser til unntakene som er opplistet i pol. § 23. Unntak fra retten til informasjon er blant 
annet knyttet til opplysninger som kan skade rikets sikkerhet, som knytter seg til 
straffbare handlinger eller som er belagt med taushetsplikt i medhold av lov.
159
 Om 
vilkårene for å unnlate varsling er til stede vil måtte bero på en konkret vurdering i den 
enkelte situasjon. Dersom det foreligger grunnlag til å unnlate varsling, jf. pol. § 23, 
inntrer heller ikke plikten til etterfølgende varsel etter annet ledd i pof. § 9-3.
160
 
 
Ved uenighet mellom en arbeidstaker og arbeidsgiver om arbeidsgivers rett til innsyn, 
vil det være avgjørende at virksomheten kan dokumentere at vilkårene for innsyn er til 
stede og at reglene for fremgangsmåte er fulgt. Protokollering av innsynsforretning vil 
være en egnet fremgangsmåte for å sikre slik dokumentasjon. Denne dokumentasjonen 
kan ha betydning ved tvist om bevisavskjæring etter tvisteloven § 22-7, da 
dokumentasjon som er anskaffet lovlig ikke kan avskjæres som bevis, og i tillegg kan 
dokumentasjonen forebygge at Datatilsynet ilegger virksomheten overtredelsesgebyr 
pga. brudd på reglene.
161
 
 
Etter pof. § 9-3 fjerde ledd må innsyn gjennomføres på en slik måte at dataene så langt 
som mulig ikke endres og at frembrakte opplysninger må kunne etterprøves. 
 
Dersom innsyn i e-postkassen viser at det ikke foreligger dokumentasjon som 
arbeidsgiver har rett til innsyn i etter pof. § 9-2, skal e-postkassen og eventuelle 
dokumenter i denne straks lukkes og kopier slettes, jf. femte ledd i § 9-3. 
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4.6.2 Begrensning i bruk av opplysninger fra innsynet til andre formål 
De opplysningene arbeidsgiver får kunnskap om gjennom innsynet kan bare benyttes i 
samsvar med pol. §§ 8, 9 og 11. Dette innebærer at opplysningene bare kan benyttes til 
å oppfylle det konkrete formålet og ikke til andre formål som eventuelt måtte bli 
aktuelle senere, med mindre det foreligger samtykke fra arbeidstaker, jf. pol. § 11 
bokstav c) og behandlingen av denne under delkapittel 3.5.2.2. 
 
Det må legges til grunn at dersom innsyn er gjennomført i medhold av pof. § 9-2 
bokstav a) eller b), skal det mye til for at annen bruk av opplysningene enn til 
oppfølging av innsynsgrunnlaget vil være forenelig med det opprinnelige formålet.
162
 
 
4.7 Sletting ved ansettelsens opphør 
Hovedregelen etter forskriftens § 9-4 er at arbeidstakers e-postkasse mv. skal avsluttes 
og innhold slettes ved ansettelsesforholdet opphør. Bestemmelsen er gitt til vern av 
arbeidstakere og deres interesse i at arbeidsforholdet avsluttes og at sensitive 
opplysninger ikke lagres lenger enn nødvendig. Kravet om sletting gjelder også notater, 
rapporter og annen informasjon som er lagret elektronisk på arbeidstakers personlige 
område i virksomhetens datanettverk. Dokumenter som er lagret på fellesområder er 
som nevnt tidligere ikke omfattet av disse reglene.
163
 
 
Et arbeidsforhold kan opphøre på flere ulike måter, for eksempel ved at arbeidstaker 
selv sier opp eller blir oppsagt, eller mer uvanlig at arbeidstaker dør, blir savnet eller 
liknende. Også slike tilfeller omfattes av forskriften.
164
 
 
Plikten til å slette e-post og dokumenter omfatter ”dokumenter med innhold som ikke er 
nødvendig for den daglige driften av virksomheten”, jf. § 9-4. Begrepet ”daglig drift” er 
ikke nærmere definert i verken forskriften eller i Fornyingsdepartementets merknader 
som kun omtaler hva som er av betydning for ”drift” av virksomheten. ”Daglig drift” er 
en presisering av begrepet ”drift” og må rent språklig tolkes som informasjon relatert til 
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den løpende daglige driften, i motsetning til informasjon som skal arkiveres av hensyn 
til fremtidig dokumentasjonsbehov. Hva som omfattes av uttrykket ”nødvendig for den 
daglige driften” må avgjøres i en konkret skjønnsmessig vurdering. Tilbud med svarfrist 
er et eksempel på hva som kan gå inn under betegnelsen ”nødvendig for den daglige 
drift”, men kun for en kort periode.165 
 
Alt som ikke er nødvendig for den daglige driften skal slettes, selv arkivverdig eller 
bokføringspliktig materiale. Sletteplikten vil således kunne omfatte 
forretningshemmeligheter eller opphavsrettslig beskyttet materiale som kan være av stor 
økonomisk betydning for virksomheten.
166
 
 
Det mest praktiske er at arbeidstaker går gjennom e-posten selv og sletter alle private 
dokumenter og gir arbeidsgiver tilgang til dokumenter med virksomhetsrelatert innhold. 
Når dette ikke er mulig, for eksempel at arbeidstaker faller i koma og er borte fra 
arbeidsplassen på ubestemt tid, bør arbeidsgiver sørge for at det innen rimelig tid 
vurderes om det er grunnlag for videre behandling eller om dokumentene må slettes, jf. 
pol. § 28. Hva som skal anses som ”rimelig tid” må vurderes konkret, men i følge 
merknadene til forskriften bør det kunne forventes at arbeidsgiver normalt har foretatt 
en vurdering i løpet av en seks måneders periode etter arbeidsforholdets opphør.
167
 En 
slik tidsavgrensning følger ikke av pol. § 28. 
 
I den tidligere nevnte tingrettsdommen fra november 2009 finner retten at pof. § 9-4 må 
tolkes utvidende slik at lagring ut over 6 måneder ikke utelukkende er begrenset til 
opplysninger av betydning for den daglige drift.
168
 Retten uttaler at den ”ikke kan se at 
man ved forskriften har ment å gjøre en innstramming på dette punkt slik at 
virksomhetsrelaterte opplysninger som er funnet å ha aktuell interesse for bedriften, 
[… ] må slettes”. En slik forståelse vil etter rettens synspunkt være uheldig og ulogisk, 
og det har neppe vært intensjonen ved utarbeidelsen av bestemmelsen. Videre bemerker 
retten at forskriftsbestemmelsen ikke mister sin realitet ved den nevnte tolkning 
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ettersom arbeidsgiver fremdeles plikter å slette unødvendige personopplysninger innen 
rimelig tid. 
 
Selv om e-postkassen med innhold slettes, er det ikke en selvfølge at også reservekopier 
og liknende blir slettet. Arbeidsgiver kan foreta innsyn i slike kopier dersom vilkårene 
etter pof. § 9-2 er oppfylt, for eksempel når arbeidsgiver må lete etter avtaler eller annen 
dokumentasjon som er nødvendig for den daglige driften av virksomheten. Det er 
imidlertid vanlig at virksomheter har rutiner for sletting av reservekopier slik at også 
dokumentasjon på reservekopiene slettes innen rimelig tid.
169
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5 Vurdering av reglene 
5.1 Innledning 
I dette kapitlet skal jeg foreta en vurdering av reglene for iverksettelse av kontrolltiltak, 
herunder innsyn i e-post, ved å blant annet drøfte samspillet mellom reglene i 
arbeidsmiljøloven, personopplysningsloven og personopplysningsforskriften. Videre 
skal jeg se på betydningen av å ha en datainstruks i virksomheten, før jeg vurderer 
hensiktsmessigheten av reglene om innsyn i e-post i personopplysningsforskriften. 
 
5.2 Forholdet mellom reglene om innsyn i e-post mv. og reglene om 
kontrolltiltak 
Samspillet mellom arbeidsmiljøloven, herunder reglene om kontrolltiltak, og 
personopplysningsforskriften og dens regler om innsyn i e-post mv., fremgår av aml. 
§ 9-5 som henviser til forskriften. 
 
I utgangspunktet reguleres arbeidsgivers adgang til å iverksette kontrolltiltak i 
arbeidsmiljøloven kapittel 9. Dette utgangspunktet modifiseres ved at reglene om 
adgang til innsyn i e-post mv. er nærmere regulert i personopplysningsforskriften 
kapittel 9, slik at reglene for kontrolltiltak finnes både i arbeidsmiljøloven og i 
personopplysningsforskriften. Mer om dette under delkapittel 5.6. 
 
Før forskriftens ikrafttredelse måtte arbeidsgivers adgang til kontroll av arbeidstakers e-
post, datalogger og andre elektroniske opplysninger vurderes ut fra den alminnelige 
bestemmelse i aml. § 9-1. Vurderingen er etter denne bestemmelsen underlagt både et 
saklighetskrav og et krav om forholdsmessighet, jf. drøftelsen under delkapittel 2.4. 
Kontroll av e-post ble sett i sammenheng med annen kontroll av arbeidstakers 
aktiviteter som gjelder virksomhetens forhold, som for eksempel kontroll av 
tilstedeværelse, produksjon osv. Utgangspunktet var altså at arbeidsgiver kunne 
kontrollere e-post som gjelder virksomhetens drift eller forhold for øvrig.
170
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Den generelle bestemmelsen i aml. § 9-1 ga grunnlag for en svært skjønnsmessig og 
vanskelig vurdering som arbeidsgiver måtte foreta. Formålet med forskriften var således 
å forsøke å vekte arbeidsgiverens behov for adgang til innsyn i e-post og hensynet til 
arbeidstakerens personvern på en god måte. Forskriften skulle gi klarere regler som det 
var lettere for arbeidsgiver å forholde seg til og som kunne skape forutberegnelighet for 
både arbeidstaker og arbeidsgiver.
171
 
 
Etter forskriftens ikrafttredelse er forutberegneligheten styrket ved at rommet for skjønn 
er redusert i vurderingen av når innsyn kan skje. Innsyn eller kontroll av arbeidstakers 
e-post foretas etter to alternative vilkår; enten der innsyn er nødvendig for den daglige 
drift eller andre berettigede interesser, eller der innsyn er nødvendig ved begrunnet 
mistanke om brudd på arbeidsplikter. 
 
I tillegg er det lagt til rette for en betryggende prosedyre for innsyn når dette er 
berettiget, ved at arbeidstaker skal kunne bli varslet, underrettet, få anledning til å uttale 
seg osv. 
 
I likhet med arbeidsmiljøloven, skal det etter reglene i personopplysningsforskriften 
foretas en nærmere vurdering av arbeidsgivers behov for innsyn mot arbeidstakers 
behov for personvern. I arbeidsmiljøloven kommer denne vurderingen inn under 
saklighets- og forholdsmessighetskravet, mens den i personopplysningsforskriften skal 
foretas under nødvendighetskriteriet. Vurderingen bygger i begge tilfellene på samme 
momenter, jf. tidligere drøftelse. 
 
5.3 Forholdet mellom arbeidsmiljøloven og personopplysningsloven 
Det er også et nært samspill mellom personopplysningsloven og arbeidsmiljøloven, som 
blant annet kommer til uttrykk i aml. § 9-1 annet ledd. Bestemmelsen sier at 
personopplysningsloven gjelder for behandling av personopplysninger i forbindelse 
med kontrolltiltak. 
 
                                                 
171
 Høringsnotat (2006) s.14 
 51 
Både arbeidsmiljøloven og personopplysningsloven bygger på saklighets- og 
forholdsmessighetsprinsippet. Prinsippet er i generell form uttrykt i aml. § 9-1 og i 
pol. § 8 bokstav f) ved kravet om ivaretakelse av ”en berettiget interesse, og hensynet 
til den registrertes personvern ikke overstiger denne interessen”. Prinsippet i aml. § 9-1 
må imidlertid også anvendes i forhold til de andre bestemmelsene i pol. § 8, for 
eksempel når det er tale om det som er nødvendig for å oppfylle arbeidsavtalen, jf. 
pol. § 8 bokstav a). Det er i det hele tatt grunn til å se disse lovene i sammenheng ved 
tolkningen av de enkelte bestemmelser.
172
 
 
Slik harmoniseringstolkning er også forutsatt i lovforarbeidene.
173
 Det legges til grunn 
at dersom vilkårene etter aml. § 9-1 er oppfylt, vil forholdet vanligvis også gå klart av 
reglene i personopplysningsloven. Kravet om saklig grunn vil normalt føre til at 
vilkårene i personopplysningsloven om berettiget interesse vil være oppfylt, mens 
vilkåret om forholdsmessighet i alminnelighet ”vil innebære at kravet om at hensynet til 
arbeidstakers personvern ikke må overstige arbeidsgivers berettigede interesse ikke vil 
være krenket”, jf. forarbeidene.174 
 
5.4 Forholdet mellom personopplysningsloven og forskriftens kapittel 9 
Personopplysningsloven vil komme til anvendelse ved siden av forskriften dersom 
arbeidsgiver ønsker å benytte personopplysninger som er innhentet ved innsyn i e-post, 
jf. aml. § 9-1 annet ledd. Behandling av personopplysninger er ikke regulert i 
forskriften. 
 
Vilkårene for innsyn i e-post i pof. § 9-2 erstatter delvis vilkårene i 
personopplysningsloven. Lovhjemmel er ikke noe alternativt grunnlag for innsyn etter 
ordlyden i pof. § 9-2 slik det er i pol. § 8. 
 
Samtykke er heller ikke en tilstrekkelig behandlingsgrunn etter forskriftens 
bestemmelser, men er det etter pol. § 8. Dette kan tyde på at man ved forskriften prøver 
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å unngå problemstillingen rundt vilkåret om at samtykket må være frivillig, jf. 
delkapittel 3.4.4. Det vil nok i en del tilfeller være vanskelig for en arbeidstaker å nekte 
samtykke dersom arbeidsgiver ønsker innsyn i e-post, ellers vil arbeidstaker lett kunne 
bli mistenkeliggjort for å skjule noe. Ved å ikke ta med samtykke som et rettsgrunnlag 
for innsyn, må arbeidsgiver dokumentere at det er rettsgrunnlag for innsyn på bakgrunn 
av virksomhetens interesser og arbeidstaker vil ikke føle seg presset til å samtykke til 
innsyn. 
 
Både loven og forskriften oppstiller et krav om nødvendig grunn, jf. pol. § 8 og pof. 
§ 9-2 bokstav a). I merknadene til forskriftens § 9-2 uttales det at nødvendighetsvilkåret 
følger direkte av personopplysningsloven og er konkretisert i forskriften. Vurderingen 
etter pof. § 9-2 bokstav a) vil altså ha store likhetstrekk med vurderingen etter pol. § 8 
bokstav f), slik at forskriften dekker vilkåret som tidligere ble brukt som grunnlag for 
innsyn i e-post etter loven.
175
 
 
Forskriftens regler er imidlertid tilpasset og utarbeidet med tanke på arbeidsforhold og 
det maktforholdet som blir etablert der. Reglene i forskriften presiserer 
personopplysningslovens alminnelige krav til behandling av personopplysninger ved å 
blant annet knytte nødvendighetsvilkåret til ”nødvendig for å ivareta den daglige drift” 
i pof. § 9-2 bokstav a) og gir med dette en klarere anvisning på når arbeidsgiver har rett 
til innsyn i e-post. 
 
5.5 Datainstruks 
Formålet med reglene i personopplysningsforskriften er å presisere når innsyn er tillatt 
og å innføre prosedyrer for hvordan innsyn skal gjennomføres. Men de nye reglene 
inneholder ingen veiledning for arbeidstakers bruk av arbeidsgivers datasystemer. Det 
er derfor viktig for alle parter i arbeidslivet at det foreligger en instruks eller reglement 
for arbeidsgivers innsyn i de ansattes (private) gjøremål på arbeidsplassen. En slik 
etablering av instruks gir informasjon til de ansatte og skaper forutsigbarhet for begge 
parter. 
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Datainstruksen bør gjerne være utarbeidet i samråd med tillitsvalgte og/eller 
arbeidstaker selv, slik at arbeidstakerne får et godt innblikk i reglene og er opplyst om 
at reglene tas i bruk. Retningslinjene gitt av arbeidsgiver vil fungere best når de ansatte 
føler en form for eierskap til dem. 
 
Selv om instruksen må ligge innen de rammer som arbeidsmiljøloven, 
personopplysningsloven og personopplysningsforskriften setter, bør den si noe mer enn 
loven og forskriften for å tjene formålet med å redusere behov for innsyn. Den bør si 
noe om i hvilken grad det er anledning til å bruke datasystemet til private formål og 
inngå som en del av virksomhetens internkontrollsystem.
176
 Videre bør arbeidsgiver i 
størst mulig grad unngå å bruke vage begreper i instruksen, slik som at noe tillates i 
”rimelig grad”. Dette gir ikke noe mer veiledning for arbeidstaker med tanke på hva han 
eller hun kan foreta seg og vil gi grunnlag for enda en interesseavveining mellom 
arbeidsgiver og arbeidstaker. 
 
Pof. § 9-5 legger til rette for at arbeidsgiver tenker gjennom hvordan arbeidstaker skal 
kunne bruke arbeidsgivers utstyr før konflikt oppstår og – etter drøfting med 
arbeidstaker – gi instruks for bruk av virksomhetens elektroniske utstyr. Med de nye 
reglene i forskriften vil alle virksomheter ha behov for slik instruks for å sikre 
forutberegnelighet og for å slippe å måtte slette forretningskritisk informasjon. 
Instruksen skal ikke gi arbeidstaker et dårligere vern mot urimelig kontroll enn 
forskriften gjør. Datainstruksen bør inneholde rutiner for å sikre at virksomheten får 
tilgang til virksomhetsrelatert e-post ved fravær, instruks om hvordan e-poster og annen 
informasjon kan arkiveres, rutiner for overlevering av dokumenter når den ansatte 
slutter, informasjon om hvordan personopplysninger behandles i virksomheten og 
liknende. Slik datainstruks vil kunne redusere behovet for innsyn og vil trygge 
virksomhetens informasjonsverdier.
177
 
 
Instruksen må holdes aktiv, den må følges opp og evalueres jevnlig, jf. aml. § 9-2 tredje 
ledd.  Å håndheve instrukser skaper forutberegnelighet for både arbeidsgiver og 
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virksomhetens ansatte. En sovende instruks som plutselig vekkes til live vil skape 
vilkårlighet og vil dermed bli tillagt mindre vekt.
178
 
 
Et eksempel fra rettspraksis som understreker viktigheten av å håndheve de instrukser 
man måtte ha er Rt. 2005 s. 518. Her var det to arbeidstakere som ved hjelp av 
arbeidsgivers (ConocoPhilips Norge) dataanlegg hadde lastet ned og lagret pornografisk 
materiale på bedriftens servere. Dette var i strid med selskapets datainstruks og de ble 
avskjediget. Høyesterett kom etter en forholdsmessighetsvurdering frem til at det ikke 
forelå grunnlag for verken avskjed eller oppsigelse.  
 
Et av momentene Høyesterett la vekt på var at selskapet ikke aktivt hadde fulgt opp sine 
egne regler og instrukser, til tross for at selskapet åpenbart gjennom lang tid hadde vært 
kjent med at det forekom nedlasting av slikt materiale. Retten pekte på at en slik 
manglende oppfølging ville kunne skape inntrykk av at dette er noe man ser gjennom 
fingrene med. Arbeidsgiver påberopte seg at hensynet til de ansattes personvern var en 
grunn til den manglende oppfølgingen, men fikk ikke medhold i anførselen da 
Høyesterett kom til at innsyn ikke ville være i strid med personopplysningsloven, slik at 
det ikke er noen unnskyldning for ikke å ha fulgt opp egne regler.
179
 
 
5.6 Er formålsetningen med forskriften nådd? 
5.6.1 Generelt 
Etter personopplysningsforskriften er hovedregelen at arbeidsgiver ikke har innsynsrett 
i arbeidstakers e-postkasse. I noen tilfeller gir likevel forskriften arbeidsgiver rett til 
innsyn. Det er viktig at arbeidstaker er klar over at arbeidsgiver har mulighet til innsyn i 
noen tilfeller for å unngå ubehagelige overraskelser. 
 
Etter min mening er hovedregelen om at arbeidsgiver ikke har en umiddelbar rett til 
innsyn i e-post fornuftig. I avveiningen mellom arbeidsgivers behov for kontroll og 
arbeidstakerens rett til personvern sikrer dette utgangspunktet et best mulig psykososialt 
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miljø på arbeidsplassen. Dersom arbeidsgiver uten videre skal kunne sjekke ansattes e-
post, vil dette kunne oppleves som belastende og usikkert av arbeidstakerne og 
krenkende for den private sfære. 
 
Forskriften legger opp til at innsyn kan være aktuelt i to ulike situasjoner, jf. pof. § 9-2. 
Det er viktig å bemerke at bestemmelsene kun gir adgang til innsyn i enkelte tilfeller. 
Forskriften gir ikke arbeidsgiver en blankofullmakt til å skaffe seg tilgang til filer eller 
e-poster man ikke har en tilstrekkelig begrunnelse for at man trenger.
180
 
 
Det er et omfattende lov- og avtaleverk som har til formål å ivareta ansattes rett på 
personvern i arbeidsforholdet. Det vil imidlertid alltid være en avveining mellom 
arbeidsgivers behov for ulike kontrolltiltak og ansattes rett på personvern. At forskriften 
uttrykkelig nevner i hvilke tilfeller innsyn er lovlig og at den angir dette uttømmende, 
fører til en begrensning i arbeidsgivers kontrolladgang. Vilkårene for innsyn er ikke 
lenger kun basert på en saklighets- og forholdsmessighetsvurdering. Arbeidsgiver har 
nå kun mulighet til å begrunne innsyn i de opplistede alternativene. 
 
Selv om arbeidsgiver kan ha en berettiget interesse i innsyn i e-post, er ikke dette noe 
som bør forekomme i for stor grad men heller i nødvendighets- og unntakstilfeller. Det 
finnes en rekke tiltak som en arbeidsgiver kan benytte for å forebygge behovet for 
innsyn i e-post. Gode tekniske løsninger kan forhindre nedlasting av uønsket materiale, 
god opplæring og gode skriftlige rutiner for bruk av systemet og for arkivering av 
virksomhetsrelaterte opplysninger vil kunne begrense behovet for innsyn. For at dette 
skal fungere, er det viktig med god informasjon, åpenhet og forutsigbarhet for både 
arbeidsgiver og arbeidstaker. Informasjon og veiledning om tiltak som iverksettes er 
viktig for et godt arbeidsmiljø, samtidig er det viktig å innse at arbeidsgiver vil kunne 
ha en legitim interesse for kontroll.
181
 Slik informasjon og veiledning må tilpasses den 
enkelte virksomhet. Det er videre viktig med åpenhet og betydningen av at de ansatte er 
informert om formålet med og bruk av tiltaket. 
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Retningslinjer i en datainstruks er ikke i seg selv tilstrekkelig for å forhindre uønsket 
bruk av e-post og data. Et viktig prinsipp er at all bruk av e-post og data forutsetter 
aktsom opptreden fra den enkelte. I enhver virksomhet må det å ha et godt tillitsforhold 
være et hovedpunkt, det er dette som er selve drivkraften mellom arbeidsgiver og 
arbeidstaker. 
 
Det ville like fullt etter min mening også være uheldig med et for ensidig regelverk i 
favør av arbeidstakere, blant annet fordi et for sterkt rettslig vern kan gi de ansatte 
falske forhåpninger slik at de innretter seg på feil grunnlag.
182
 Det må være regler som 
gir den nødvendige balanse mellom arbeidsgiver og arbeidstaker og ikke kun fokus på 
ansvarsplassering hos arbeidsgiver. Forskriften ivaretar arbeidstakers personvern ved 
hovedregelen om at innsyn ikke er tillatt, samtidig som den gir arbeidsgiver en mulighet 
til innsyn i tilfeller som er virksomhetsrelaterte og nødvendige for den daglige drift i 
virksomheten. Spørsmålet blir om virksomhetens interesser er tilstrekkelig ivaretatt på 
denne måten. 
 
Departementet ser på mange måter ut til å mene at e-post kun er et forsendelsessystem, 
slik at reglene ikke anerkjenner den rolle e-post har i dagens arbeidsliv. I arbeidslivet 
har e-postsystemer ikke kun en funksjon som et forsendelsessystem, men også en 
funksjon som kontraktsarkiv, vanlig postarkiv, felles hukommelse og lignende. Reglene 
synes å forutsette at alle virksomheter har et effektivt fungerende elektronisk arkiv som 
brukes av alle ansatte og at man alltid husker å arkivere virksomhetsrelaterte e-poster. 
Slik fungerer det ikke nødvendigvis alltid. Dermed kan for eksempel reglene om 
sletting ved arbeidsforholdets opphør få store skadevirkninger ved at 
forretningshemmeligheter og annet virksomhetsrelatert materiale risikeres slettet, 
dersom det ikke er nødvendig for den daglige drift, jf. delkapittel 4.7.
183
 
 
Videre kan det stilles spørsmålstegn ved om ikke prosedyrereglene i noen tilfeller blir 
for omfattende. Forskriften gir de samme omstendelige prosessuelle regler for både 
innsyn ved pliktbrudd og andre klanderverdige forhold og ved innsyn ved uplanlagt 
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fravær. Ved innsyn forårsaket i pliktbrudd fra den ansatte er det viktig å sikre 
rettssikkerheten til den ansatte, men ved innsyn som foretas ved uplanlagt fravær, hvor 
arbeidsgiver kan bli nødt til å håndtere innkommende e-post raskt, synes disse 
prosessuelle reglene å være unødig strenge og tidkrevende.
184
 Fremskaffelse av 
dokumentene vil bli så omfattende at arbeidsgiver ikke lenger er tjent med å ha et 
elektronisk saksbehandlingssystem. Det kunne derfor være hensiktsmessig å 
implementere et skille mellom innsyn ved uforutsett fravær og innsyn ved mistanke om 
pliktbrudd, slik at prosessreglene ikke nødvendigvis vil være de samme i begge tilfeller. 
Dette kan forhindre at arbeidsgiver vil måtte omgå de omfattende reglene og risikere å 
foreta ulovlig innsyn i e-post ved arbeidstakers fravær. Dersom for eksempel 
bestemmelsen om varsling ville bli mindre omfattende og faktisk gi arbeidsgiver 
mulighet til å oppfylle den raskt ved arbeidstakers fravær, vil dette også kunne redusere 
risikoen for at arbeidstaker vil ha adgang til å reise sak mot arbeidsgiver for brudd på 
varslingsbestemmelsen. 
 
5.6.2 Plassering og utforming av reglene 
Departementet fant det mest hensiktsmessig med en forskriftsregulering av reglene om 
innsyn i ansattes e-post i stedet for en lovregulering. Det kan stilles spørsmålstegn ved 
om regulering i forskrift er den beste plasseringen for reglene, eller om reglene bør være 
regulert i arbeidsmiljøloven, da det er denne loven som regulerer forholdet mellom 
arbeidsgiver og arbeidstaker og det vil kunne være naturlig at regulering av et slikt 
kontrolltiltak hører hjemme her. 
 
I departementets avgjørelse om forskriftsregulering ble det blant annet lagt vekt på at 
det ville være mulighet for raskere oppdatering av forskriften ved behov, i tillegg til at 
reglene kunne utformes mer detaljert enn ved implementering i arbeidsmiljøloven. Med 
den stadig økende teknologiske utviklingen og oppdateringen av regelverket som en 
konsekvens av utviklingen, ville dette kunne resultere i en for langvarig og omfattende 
prosess ved fremtidige endringer i arbeidsmiljøloven. Videre ville en regulering i 
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arbeidsmiljøloven kunne ha resultert i vage og skjønnsmessige bestemmelser for å 
kompensere for teknologisk utvikling. 
 
Personvernlovgivningen dreier seg om hvilke rettigheter og hvilken beskyttelse den 
enkelte har. En forutsetning for å kunne ivareta sine rettigheter er å vite hva de består i, 
og da må man kjenne til hvor kildene til rettighetene er. Det er viktig at alle 
grunnleggende elementer i loven kan leses og forstås rimelig presist, uten å måtte ty til 
øvrige rettskilder da loven også henvender seg til personer som ikke har spesielle 
forutsetninger for å kjenne til lovforarbeider, følge med i rettspraksis eller lese og 
oppdatere seg på stadig ny faglitteratur. Det å kunne orientere seg i og forstå regelverket 
er et viktig rettssikkerhetsspørsmål.
185
 
 
At reglene er forskriftsregulert vil imidlertid kunne lede til dårlig kunnskap om 
regelverket. Reglene må anses som mindre tilgjengelig ved spesielle regler i en forskrift 
til den allerede generelle personopplysningsloven enn ved regulering i 
arbeidsmiljøloven som partene i arbeidslivet må anses å ha større kjennskap til. 
Regulering i arbeidsmiljøloven ville således kunne ha skapt større notoritet og 
tilgjengelighet for begge parter. 
 
Allerede før forskriften viste en undersøkelse foretatt av Inger-Anne Ravlum i 2005 ved 
Transportøkonomisk Institutt at folk flest mangler kunnskap om hva som egentlig står i 
personopplysningsloven og deres rettigheter i forhold til loven.
186
 Arbeidsgivere kan ha 
dårlig kunnskap om reglene og de plikter som følger av disse. Dette kan føre til at de 
ikke oppfyller lovens og forskriftens krav om for eksempel varsling og underretting av 
arbeidstakere før innsyn i e-post. Også arbeidstakere har ofte ufullstendige kunnskaper 
om sine rettigheter. Mange har tiltro til at arbeidsgiver ivaretar deres personvern på en 
god måte og reflekterer lite over hva innsamlede opplysninger blir brukt til og om 
behandling av personopplysningene tilfredsstiller lovens krav. At arbeidstakers 
rettigheter ved arbeidsgivers innsyn i e-post er regulert i forskrift heller enn lov, vil ikke 
nødvendigvis kunne bidra til større tilgjengelighet av regelverket for arbeidstakere. 
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Reglenes tilgjengelighet er etter min mening ikke helt tilfredsstillende. Forskriftens 
bestemmelser er gitt anvendelse gjennom en henvisning i aml. § 9-5 via pol. § 3 fjerde 
ledd og er således ganske bortgjemt. Bestemmelsene representerer en regulering av et 
praktisk viktig kontrolltiltak og regulerer således forhold som i stor grad berører 
arbeidsmiljøet. Å plassere reglene i arbeidsmiljøloven sammen med reglene om 
kontrolltiltak i virksomhet ville gjort de mer tilgjengelig, samt gitt begge parter i 
arbeidslivet større forutberegnelighet og oversikt.  
 
At reglene er mindre detaljerte enn det opprinnelige utkastet og heller utdypet i 
omfattende merknader gjør det ikke lettere for partene. Merknadene er i utgangspunktet 
ingen tungtveiende rettskilde, men gis ved tolkning av bestemmelsene i forskriften stor 
praktisk betydning. De er vanskelig tilgjengelig og deres betydning som rettskilde vil 
kunne virke forvirrende for både rettsanvendere og partene i arbeidslivet. 
Departementet burde etter min mening vurdert å sende inn forslag til endret forskrift 
istedenfor å lage omfattende merknader til den eksisterende forskriften. 
 
Videre kan den skjønnsmessige utformingen av reglene undertiden bidra til vanskelige 
interesseavveininger. Både loven og forskriften inneholder flere skjønnsmessige 
begreper, dette særlig fordi reglene skal gjelde innenfor alle sektorer og bransjer og 
også fange opp teknologiske endringer over tid. Et altfor konkret lovverk ville kunne 
føre til at reglene fikk et for snevert anvendelsesområde i praksis og ville ikke være 
egnet til å løse konkrete problemstillinger.
187
  
 
Et eksempel på et skjønnsmessig begrep som må avgjøres ved hjelp av en 
interesseavveining er ”så langt som mulig” i pof. § 9-3 første ledd. Paragrafen gir en 
arbeidstaker adgang til ”så langt som mulig” å bli varslet og å være til stede under 
gjennomføringen av innsyn. Formuleringen kan åpne for en ulik og kanskje uheldig 
praksis ved at arbeidsgiver lett kan misbruke ordningen og hevde det ikke var mulig å 
varsle for eksempel på grunn av helg, men samtidig kan det tenkes situasjoner der 
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tidsaspektet og praktiske hensyn tilsier at det er behov for en ”så langt som mulig”- 
regel fremfor en ”skal”- regel.188 
 
Et annet eksempel på et skjønnsmessig begrep er ”berettiget interesse” i pof. § 9-2 
bokstav a). Hva som omfattes av begrepet vil variere og utvikle seg i praksis. Begrepet 
gir bestemmelsen en funksjon som en fleksibel sikkerhetsventil som kan fange opp 
mange forhold. 
 
På den annen side vil de skjønnsmessige reglene kunne bidra til uenighet mellom 
arbeidsgiver og arbeidstaker, for eksempel i vurderingen om hva som er nødvendig for 
den daglige drift, hva som er grovt pliktbrudd eller hva som er til ugunst for 
arbeidstaker etter pof. § 9-5. Som hovedregel vil derfor det å gjøre bestemmelsene 
mindre skjønnsmessige kunne forebygge usikkerhet og i verste fall konflikter på 
arbeidsplassen. 
 
5.6.3 Manglende skille mellom privat og virksomhetsrelatert e-post 
Som påpekt tidligere i oppgaven, i delkapittel 4.4.2, skiller ikke forskriften mellom e-
post som er privat og e-post som er virksomhetsrelatert. Privat e-postkorrespondanse 
har et særlig vern etter EMK art. 8 og det kan derfor stilles spørsmålstegn ved om ikke 
skillet bør være presisert i forskriften for en bedre beskyttelse av privat informasjon. 
 
Arbeidstakere får i mange virksomheter tilgang til egen jobb-e-post, men det er 
arbeidsgiver som er ansvarlig for selve datanettet, slik at den ansatte ikke kan ha en like 
berettiget forventning til personvern i jobb-e-post som i privat e-post. E-postkassen på 
jobb er arbeidsgivers eiendom og arbeidsgiver har en legitim rett til innsyn i 
dokumenter som er relevante for virksomheten.
189
 Hensynet til forsvarlig drift av 
virksomheten og arbeidsgivers interesse i å drive virksomheten på en effektiv og 
funksjonell måte, tilsier derfor at arbeidsgiver i større grad bør kunne iverksette 
kontrolltiltak, deriblant innsyn i virksomhetsrelatert e-post, uten at dette vil være 
krenkende for arbeidstakers private sfære. 
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Selv om de fleste ikke bruker jobb-e-posten til private forhold, mener likevel seks av ti 
arbeidstakere at sjefen ikke bør ha tilgang til e-posten, heller ikke ved fravær.
190
 Det er 
tydelig at de fleste anser jobb-e-posten som privat selv om de ikke bruker den til private 
formål. Dette tilsier at det ikke er en generell uvilje mot at arbeidsgiver skal se private 
opplysninger som er hovedårsaken til at folk er imot at arbeidsgiver skal ha innsynsrett i 
e-posten på jobb. Motstanden mot innsyn er trolig heller basert på en forventning om 
gjensidig tillit mellom arbeidstaker og arbeidsgiver og at innsyn oppfattes som et 
utilbørlig kontrolltiltak og en integritetskrenkelse. 
 
Det er likevel uheldig at forskriften ikke beskytter privat e-post bedre. Ved å presisere 
klarere at det er et skille mellom privat og virksomhetsrelatert e-post, vil 
konvensjonsvernet kunne bli ivaretatt i større grad, da personopplysningsforskriften 
også brukes av arbeidsgivere som ikke nødvendigvis har kunnskap om EMK og det 
vern av privat korrespondanse EMK art. 8 gir. 
 
Ulik bruk av jobbens e-post, samt ulik innstilling til arbeidsgivers mulighet for innsyn, 
tyder på at det er behov for klare retningslinjer innenfor forskriftens rammer i 
virksomhetene. Arbeidstakere bør likevel etter min mening i størst mulig grad begrense 
privat korrespondanse i virksomhetens e-post. Eventuell privat e-post bør legges i egen 
privat mappe i e-postkassen for å unngå at arbeidsgiver får en berettiget adgang til 
innsyn i slik e-post. Dersom virksomheten tillater privat bruk av virksomhetsrelatert e-
post, må virksomheten være konkret i retningslinjene og unngå uklare ord som ”tillatt 
med rimelig privat bruk” for å unngå konflikt om mengden av privat bruk. 
 
5.6.4 Sletting etter pof. § 9-4 
Ved arbeidsforholdets opphør skal arbeidstakers e-postkasse mv. avsluttes og innhold 
som ”ikke er nødvendig for den daglige driften av virksomheten” slettes innen rimelig 
tid, jf. pof. § 9-4. Det eneste unntaket fra kravet om sletting i forskriften er altså knyttet 
til informasjon nødvendig for den ”daglige drift”. Det er derfor viktig at virksomhetene 
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har et velfungerende elektronisk arkivsystem, har rutiner for håndtering av e-post ved 
fravær og har regler for overlevering av dokumenter ved arbeidsforholdets opphør. 
 
Unntaket fra sletteplikten ble imidlertid tolket utvidende i den tidligere omtalte 
tingsrettsdommen fra november 2009 som gjaldt urettmessig innsyn i tidligere ansattes 
e-post.
191
 Retten kom til at unntaket fra sletteplikten ikke utelukkende er begrenset til 
opplysninger av betydning for daglig drift. Avgjørelsen bygget på pol. § 28 som gjelder 
forbud mot å lagre personopplysninger lenger enn det som er nødvendig og inneholder 
ikke en tilsvarende referanse og begrensning til ”daglig drift”. Retten mente at man ved 
forskriften ikke har ment å gjøre innstramninger i forhold til lovbestemmelsen, slik at 
også andre virksomhetsrelaterte opplysninger som er funnet å ha interesse for bedriften 
ikke skal slettes.  
 
Dette vil, slik jeg ser det, kunne føre til at den tidsfristen for sletting ”innen rimelig tid” 
som forskriften gir arbeidsgiver til å skille ut dokumenter av betydning for 
virksomheten og slette det resterende, får mindre betydning. Et større omfang av 
dokumenter vil nå kunne falle inn under unntaket og det skillet mellom dokumenter av 
betydning for daglig drift og det overflødige som pof. § 9-4 legger opp til, vil ikke være 
like effektiv.  
 
Forskriftens § 9-4 bør likevel etter min mening bli utvidet til også å omfatte annen 
virksomhetsrelatert informasjon enn kun den som er nødvendig for den daglige drift. 
Virksomhetens interesser vil i større grad bli ivaretatt da arbeidstaker må gi 
arbeidsgiver tilgang til all dokumentasjon med tjenestelig innhold. En absolutt 
sletteplikt for alt som ikke er nødvendig for den daglige drift vil kunne gi uheldige utfall 
og vil kunne anses som en til dels betydelig trussel mot virksomhetens 
dokumentinformasjon, ettersom informasjon som kan være virksomhetskritisk men ikke 
nødvendig for den daglige drift vil bli slettet.
192
 Dette gjelder også annen arkivverdig 
informasjon, som for eksempel korrespondanse forut for en avtaleinngåelse, som ikke er 
unntatt fra slettekravet i henhold til forskriften. 
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5.6.5 Samtykke og tredjepart 
Samtykke er som nevnt hovedregelen for behandling av personopplysninger, jf. pol. § 8 
første ledd. Likevel er forskriftens regler om innsyn basert på unntaket i pol. § 8 første 
ledd bokstav f), slik at samtykke ikke gir hjemmel til innsyn. Dersom en arbeidstaker 
gir et generelt samtykke, for eksempel i en datainstruks, vil ikke samtykket være gyldig. 
 
Det er ikke kun personvernet til innehaveren av e-postkassen som kan bli satt på prøve 
ved arbeidsgivers innsyn. Også kommunikasjonspartnere har rett på vern av personlig 
integritet. For privat kommunikasjon kan et samtykke bare gis på vegne av en selv og 
for egen del av kommunikasjonen. For ”ren” virksomhetsrelatert kommunikasjon hvor 
begge parter opptrer som virksomhetsrelaterte representanter, vil hensynet til 
personvern ha mindre betydning. Dersom arbeidstakeren gir samtykke på egne vegne 
og gjør det klart at det er virksomhetsrelatert e-post, vil sterke grunner tale for at 
arbeidsgiver kan kreve innsyn også for kommunikasjonspartnerens del med hjemmel i 
pol. § 8 første ledd bokstav f) da det er virksomhetens og ikke privatpersonens 
korrespondanse det er tale om.
193
 
 
For virksomhetsrelatert e-post, som må antas å utgjøre mesteparten av 
e-postkommunikasjonen på jobb, vil hensynet til kommunikasjonspartnerens 
personvern normalt ikke være en aktuell problemstilling.
194
 Det kan derfor spørres om 
det ikke i slike tilfeller bør åpnes for frivillig samtykke som et alternativt 
behandlingsgrunnlag. 
 
Etter min mening hadde det vært hensiktsmessig med samtykke som rettslig grunnlag 
også etter forskriften, da den ansattes samtykke i en rekke tilfeller vil oppfylle kravet til 
frivillighet, jf. pol. § 2 nr. 7. Samtykket bør imidlertid begrenses til de tilfeller hvor den 
ansatte selv har et reelt valg når det gjelder å nekte å gi sitt samtykke uten at dette vil få 
negative konsekvenser. For eksempel i tilfeller hvor arbeidstaker er mistenkt for å ha 
begått misligheter eller andre pliktbrudd, vil et samtykke mest sannsynlig gis som følge 
av at arbeidstakeren føler seg presset til dette. I et slikt tilfelle bør ikke et samtykke 
                                                 
193
 Borchgrevink II s.196  
194
 Borchgrevink II s.196-197 
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anses som rettslig grunnlag. Men ved for eksempel innsyn på grunn av arbeidstakers 
sykdom, kunne et samtykke vært tilstrekkelig for innsyn i e-post. Det må antas at den 
ansatte i større grad føler at hun eller han har en reell kontroll over opplysninger om seg 
selv dersom man går veien om samtykke, noe som igjen kan være konfliktdempende.  
 
5.6.6 Avslutning 
Etter en totalvurdering må personopplysningsforskriften etter min mening anses som en 
forbedring av rettstilstanden når det gjelder regulering av reglene for innsyn i e-post 
mv. Den har bidratt til regler som skaper mer sikkerhet rundt når innsyn er lovlig eller 
ikke. Arbeidsgiver har blitt bevisstgjort med hensyn til at det er begrenset rett til innsyn 
i ansattes e-post, noe som styrker arbeidstakers vern og skaper mer forutsigbarhet for 
begge parter. Videre, på bakgrunn av den negative hovedregelen (arbeidsgiver har ikke 
adgang til innsyn) vil dette gi et sterkt incentiv for arbeidsgiver til å lage retningslinjer i 
virksomheten med klare utgangspunkter og konsekvenser av brudd på disse. 
 
Likevel er ikke regelverket etter min menig så klart og tydelig som de motstridende 
interessene til arbeidsgiver og arbeidstaker skulle tilsi. Reglenes plassering i 
personopplysningsforskriften, samt det manglende skillet mellom privat og 
virksomhetsrelatert e-post, synes ikke å ivareta arbeidstakers personvern og personlig 
integritet på arbeidsplassen i tilstrekkelig omfang. Samtidig blir arbeidsgivers ønske om 
en lovlig og effektiv drift av virksomheten svekket ved blant annet de omfattende 
prosessreglene for innsyn og den manglende anerkjennelsen av e-post som ikke bare et 
forsendelsessystem men også et kontraktsarkiv, vanlig postarkiv mm. Til sist er det 
uheldig at det eneste unntaket fra kravet om sletting ved arbeidsforholdets opphør er 
knyttet til informasjon nødvendig for ”daglig drift”, da dette kan få store 
skadevirkninger for virksomheten ved at annet virksomhetsrelatert materiale enn det 
som er ”nødvendig for den daglige drift” risikeres slettet. 
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