Introduction
Today, the importance of having 100% uptime for businesses and industries is clearfinancial reasons and often strict government regulations for certain industries require 100% business continuity. The concept of business continuity (BC), as Microsoft defines it -"the ability of an organization to continue to function even after a disastrous event, accomplished through the deployment of redundant hardware and software, the use of fault tolerant systems, as well as a solid backup and recovery strategy" (Microsoft 2005) directly relates to an organization's ability to quickly restore and deploy IT backups and business operations in a short period of time. Disaster recovery's precedence determines the quality of restored business operations and allows for continuation of business. Nowadays, backups and server uptime are a must; however, those are not directly related and not sufficient enough to provide grounds for disaster recovery for a company. The advancement of information technologies to the level of virtual environments suggests easier deployment and restoration of IT functions once virtualization is utilized for BC management. Evident cost reduction and elimination of physical hardware components along with space savings are provided with virtualization processes (Goldworm, B., Skamarock, A. 2007) ; those serve as vital components for any disaster recovery process.
This manuscript presents several necessary steps to be taken before and after a creation of a disaster recovery plan. The amount of resources, administration/personnel involvement and financial costs associated with a design of a Business Continuity Plan (BCP 1 ), simply do not Disaster Recovery allow for a quick and easy BCP implementation. Along with the procedures associated with a BCP design, this study suggests several concepts for BCP and BC utilizing virtualization software which allows for a significant cost and time reduction in preparation for a successful disaster recovery plan. Furthermore, it is important to understand that disaster recovery planning is a separate process from business continuity management.
Business Continuity Management Cycle
Preparation for something unknown or unexpected is a difficult task. It is a challenge for organizations to embrace every business operation and function along with the required IT support and functionality and then downsizing them to 2-3 mobile office/recovery units. Mobile office units could be contracted out via disaster recovery agreements by companies such as Hewlett-Packard, Centurion, Agility Recovery Solutions and many others. An example of a mobile office unit is presented by Figure 1 . It is also important to realize that BC process should incorporate every vital business function that allows for continuity and requires extensive preparation before signing any contracts. Figure 2 presents the Business Continuity
Management Cycle which provides initial and at the same time continuous steps in BC management. The Cycle starts with assessing risks and business impacts once various threats and levels of a possible disaster are understood. Once risk assessment takes place then it is possible to realize the minimal accepted business functionality for various disaster recovery scenarios.
The presented cycle is a continuous process that allows for assessment, planning, creation, testing and improvement of a business continuity plan. 
Planning and Implementation
The following essential steps in disaster recovery could serve as a guide to BC planning; each of these steps incorporates several other processes which require a high level of commitment, time, money and organizational discipline (MIT 1995):
1. Obtain Top Management Commitment. Top management must support and be involved in the development of the disaster recovery planning process. Management should be responsible for coordinating the disaster recovery plan and ensuring its effectiveness within the organization.
2. Establish a planning committee. A planning committee should be appointed to oversee the development and implementation of the plan. The planning committee should include representatives from all functional areas of the organization.
3. Perform a risk assessment. The planning committee should prepare a risk analysis and business impact analysis that includes a range of possible disasters, including natural, technical and human threats. 
Conclusion
As information technologies progress continuously, it is important to realize practical applications of available IT resources and direct them towards every day operations. For instance, companies should fully deploy virtualization for disaster recovery and business continuity even if regular business operations do not require virtualization. Reduction of costs, time and resources is going to have a positive impact on business continuity management.
