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Abstract. During the 2020 pandemic crisis, state surveillance measures 
violated citizens’ privacy rights to track the virus spread. Rather little civic 
protest resulted—“safety first”? Indeed, many state measures were 
implemented during the crisis without ever having been discussed in 
advance of the event of a crisis, which may raise ethical considerations, as 
individual consent to data disclosure may change while experiencing fear. 
This paper investigates citizens’ consent to voluntary and legally obliging 
data disclosure to the state and what drives their consent. Results from an 
online survey conducted with 1,156 respondents during the onset of the 
crisis in Germany in mid-March show that (1) fear increases consent to 
voluntary data disclosure, (2) fear increases consent to legally obliging data 
disclosure directly and indirectly by fostering distrust in others, and (3) 
trust in the government increases voluntary and legally obliging data 
disclosure. 
Keywords: data privacy, fear, trust, COVID-19, data disclosure. 
1 Introduction 
In early 2020 the world started to change in the face of the coronavirus. While in 
certain regions of China the first mass quarantines and the cancellations of the 
Chinese New Year celebrations have already been ordered in January [37], many 
Western nations imposed major restrictions especially in March as a response to 
the exponentially rising infection numbers: Italy locks its borders and closes all 
schools and universities [44], France introduces a curfew in which citizens are not 
allowed to leave their homes without a respective certificate [46]. U.S. President 
Trump declares a national state of emergency [8] and the Dax faces its highest loss 
since the September 11 terrorist attacks [20]. Germany, like many other countries, 
decrees the drastic restriction of social contacts and closes down gastronomy and 
certain service companies [9]. Spain even closes all "non-essential businesses" 
[29]. In times of crisis, the state is expected to take action. In most Western 
democracies, governments restricted basic citizens’ rights, though little protest 
resulted; citizens likely were apt to think that security comes first. In a pandemic 
crisis, different rules seem to apply—but is this the case even for data protection? 
Although international politicians have addressed the crisis in various ways, one 
 
 
measure was popular: the use of public information to control the spread of the 
virus. Some states seem to put safety first and insisted on state supervision of all 
citizens, whereas others relied on voluntary approaches. In Taiwan, for example, 
people entering the country were monitored by their mobile data to ensure that 
they were complying with the quarantine. South Korea had authorities record 
location data of infected people using GPS tracking and compare their movement 
with credit card transactions and images from video surveillance. Israel  allowed 
its secret service to analyze mobile phone data of millions of users to track 
movement flows. In Germany, Deutsche Telekom transmitted a one-time set of 
mobile data to the Robert Koch Institute (RKI) in mid-May to analyze the spread 
of the virus [43]. The German Minister of Health recommended continuous 
tracking of citizens’ location data to identify people who came in contact with 
infected people. However, after criticism from data protectionists and the German 
Minister of Justice, a draft for a law to this effect was stopped [19]. Similar to 
Singapore, Germany then followed a voluntary approach [40]. A perquisite for this 
approach was that users voluntarily disclose their data. At the time this paper was 
prepared, the discussion in Germany concerned in particular the voluntary 
sharing of location and health data. The current solution, a Bluetooth-based app 
without location data, was not considered at that time. 
An examination of South Korea, for example, shows that the use of data could 
indeed have the potential to contain the virus. Although South Korea is 
democratically governed and, as of this writing, could avoid a lockdown, the 
spread of the virus is widely controlled. In addition, scientists of the German 
Academy of Natural Scientists Leopoldina explicitly recommend the use of data 
[25]. However, despite its apparent potential, the use of data to contain the virus 
remains internationally controversial from a data protection standpoint. Data 
protectionists warn that tracking data during the crisis endangers people's 
privacy far beyond the pandemic crisis period [2]. E.g., location data can serve as 
a diagnostic measure of sensitive individual attributes such as religious or political 
views and possible health concerns [15]. The European Union has therefore 
classified location data as “personal data” in the General Data Protection 
Regulation. In the course of the 2020 pandemic crisis, it is striking that a majority 
of governmental data collection measures are discussed ad hoc and implemented 
in the middle of a global emergency, a time when people may be fearing for their 
health, the health of loved ones, and consequences for the public. Data protection 
advocates warn that governments might use the crisis to realize measures of data 
collection and state surveillance that they may not have been able to enforce 
outside the exceptional situation [4]. Would protests have been greater if these 
measures were discussed outside the crisis, considering that preferences change 
when experiencing fear [26, 27, 47]?  
With regard to their safety, citizens face a trade-off: If they make use of the 
state's voluntary services and thereby disclose their data, the virus can be better 
controlled without state violation of privacy rights. However, individuals cannot 
know if a sufficient number of people will comply with these voluntary services to 
control the virus. Are people willing to take that risk? Or, in times of crisis and fear, 
 
 
do they prefer mandatory data sharing of all citizens to ensure safety? If so, the 
virus may be better controlled, but the government will violate fundamental 
privacy rights by surveilling citizens’ location without prior individual consent. 
This paper aims to contribute to a better understanding of what drives 
preferences of the potentially harmed parties in this trade-off—the citizens. The 
study is carried out in the context of the 2020 pandemic crisis with German 
citizens with regard to location data tracking. In this paper I examine how 
individuals may prefer data sharing over privacy, and in particular whether 
German citizens are more likely to agree to voluntary or mandatory data sharing 
to the state if their goal is to ensure safety. I therefore pose the following research 
question: 
RQ: How do fear and trust influence the willingness to disclose personal data to 
the state in order to promote public health in a pandemic crisis? 
2 Theoretical Background and Research Model 
Literature suggests that the individual decision to disclose data is based on a cost–
effectiveness analysis, such that data are released if the expected positive 
outcomes exceed the costs (i.e., the privacy risk). This logic also applies to the 
disclosure of location data [10]. Researchers have investigated how the 
willingness to self-disclose location data varies with the nature of the generated 
benefit. They distinguish between “symbolic” or “hedonic” benefits (e.g., 
additional values such as better service, personalization of offers) and “utilitarian” 
benefits (e.g., goods, monetary advantages) [42, 48]. However, extant literature on 
the disclosure of data based on a privacy calculus neglects crucial particularities 
of a pandemic crisis. First, the benefit a person gains by voluntary disclosing his 
or her location is uncertain and delayed. In this situation, whether someone gains 
an advantage from data disclosure depends on the behavior of others [6]. In this 
paper’s scenario, the spread of the virus can only be controlled without 
governmental coercion if a sufficient number of people voluntarily disclose their 
location. Second, the benefit is of varying value for each person in a pandemic 
crisis. The added value depends on what negative consequences a person 
anticipates if the spread of the virus cannot be controlled. These particularities 
reveal a social dilemma: If all citizens voluntarily disclose their location, the 
spread of the virus can be controlled better, and government coercion is avoided. 
However, every citizen has an incentive to deviate and to benefit from virus 
control without restricting his or her privacy. Without control of the virus, people 
are worse off than if they had cooperated. State surveillance of location data 
without prior consent of the citizens would solve this dilemma. However, state 
surveillance also means the government violates citizens’ basic privacy rights. 
This study builds on literature that takes the perspective of a privacy calculus to 
analyze the decision to disclose data. However, to examine the extent to which 
citizens prefer their privacy rights to be violated by the state in a pandemic crisis 
for the sake of safety, the study also focuses on literature on social dilemmas, 
 
 
especially on psychological factors of decisions in “give-some” dilemmas and 
public good games with imperfect information and uncertainty. 
Uncertainty and Trust. Extensive literature has examined interpersonal factors 
associated with cooperation in public good dilemmas. One factor of consensus is 
trust. Individuals who trust others show higher rates of cooperation than 
individuals with low trust in others [7, 23]. Trust is especially relevant in decisions 
under uncertainty [49]. Respondents in this survey evaluated their consent to 
state surveillance with imperfect information and under two types of uncertainty: 
environmental uncertainty (i.e., uncertainty about the situation and conditions for 
obtaining the public good) and social uncertainty (i.e., uncertainty about the 
decisions of others) [34]. The current study focuses on social uncertainty. The 
common favorable outcome will be achieved if the virus spread is better 
controlled through location tracking without state coercion. Whether control is 
realized depends on socially uncertain decisions of two groups, fellow citizens and 
government officials, as it is uncertain whether fellow citizens would consent to 
voluntary data disclosure and whether government officials would use location 
data only to actually control the spread of the virus. Considering the role of trust 
in making decisions under uncertainty, this discussion leads to the following 
hypotheses about the effect of trust on a citizen’s consent to be voluntarily 
surveilled by the state:  
H1a: Interpersonal trust (Tip) increases consent to voluntary data disclosure to the 
state (Cvd). 
H1b: Trust in the government to actually use the data to control the spread of the 
virus (Tgov) increases consent to voluntary data disclosure to the state (Cvd).  
A review of the literature also leads to competing hypotheses about the effect of 
interpersonal trust on the consent to legally obliging data disclosure. People are 
often willing to accept personal disadvantages and even prefer institutions that 
monitor cooperation so that the common good can be promoted [14, 18]. If others 
are trusted to jointly achieve the control of the virus spread through voluntary 
cooperation, state coercion becomes obsolete and illegitimate. If others are not 
trusted, state coercion may be preferred to ensure cooperation and safety. 
H2a: Interpersonal trust (Tip) decreases consent to legally obliging data disclosure to 
the state (Cod). 
H2b: Trust in the government to actually use the data to control the spread of the 
virus (Tgov) increases consent to legally obliging data disclosure to the state (Cod). 
Payoff Levels and Group Identity. Research in which experimenters have 
manipulated payoff levels shows that unequal payoffs influence cooperation [22]. 
In a pandemic crisis, payoff levels are determined by the real-world situation, in 
which payoffs are not only uncertain but also unequal. Individuals benefit in 
 
 
varying degrees from a controlled virus spread. Similarly, the negative 
consequences for individuals vary if the spread of the virus is not controlled. In 
the context of the current study, survey responses indicate that fear of the 
consequences of the novel coronavirus determine the perceived payoff level. 
When making decisions, people’s brains are configured to divide people into “us” 
and “them” [17] and they work in a dual process: fast (i.e., based on gut feeling and 
intuition) and slow (i.e., analytically and rationally). Judgment based on gut feeling 
increases intragroup cooperation but leads to an in-group-preferential bias. 
People especially judge intuitively in situations with imperfect information and 
under uncertainty, such as the 2020 pandemic crisis [45]. Thus, people may 
perceive a payoff level differently, depending on which group profits from it. In 
public good games, too, the willingness to cooperate depends on the group 
affiliation of the players. If the out-group profits more from a good than its own 
group, the cooperation rate decreases [6, 35]. The following hypotheses on the 
influence of unequal payoffs on the consent to surveillance, therefore, 
differentiate between two groups: the in-group, one's self and closest people, and 
the out-group, the country's population.  
H3a: Fear (Fin / Fout) increases consent to voluntary data disclosure to the state (Cvd). 
Fear for self and closest people (Fin) has a greater impact than fear for the population 
(Fout). 
H3b: Fear (Fin / Fout) increases consent to legally obliging data disclosure to the state 
(Cod). Fear for self and closest people (Fin) has a greater impact than fear for the 
population (Fout). 
The Interplay of Fear and Trust. Literature on cooperation shows an interplay 
of fear and trust. For example, researchers examined high and low trusters’ 
responses to fear in a public good dilemma and found that when fear is present in 
a game, people with a high level of trust cooperate more than people with a low 
level of trust [35]. However, fear in this research refers to the possibility of not 
receiving a payoff despite cooperation. In the context of a pandemic crisis, fear 
rather is an indicator for the perceived consequences if the virus is not controlled. 
As described, the negative consequences of the novel coronavirus are not only 
uncertain but also unequal. To cover this particularity, the current study follows 
the argumentation of the security dilemma, whose original concept has been 
further developed for current global security challenges (e.g., the cyber security 
dilemma) [3, 21]. The security dilemma suggests that states achieve the highest 
level of security if all states cooperate, but in the real world they do not, because 
they have incentives to defect. The more a state fears the consequences of 
defection, (1) the greater the state’s incentive to join a larger entity and (2) the 
greater its distrust in other states. States that can afford a zero payoff have greater 
trust in others and cooperate more often. In terms of the pandemic crisis, this 
means that people who greatly fear the consequences of the novel coronavirus can 
less afford to let the virus spread, and thus can less afford to trust others and are 
more inclined to consent to regulated surveillance.  
 
 
H4a: Fear (Fin/ Fout) indirectly decreases consent to voluntary data disclosure to the 
state (Cvd) by decreasing interpersonal trust (Tip). 
H4b: Fear (Fin/ Fout) indirectly increases consent to legally obliging data disclosure to 
the state (Cod) by decreasing interpersonal trust (Tip). 
Figure 1 presents a graphic depiction of the research model. 
Figure 1. Research Model 
 
3 Method 
Data Collection and Sample Description. The data were collected via an online 
survey in the period from March 18 to March 29, 2020, when the pandemic crisis 
in Germany intensified such that the increase in infections changed from moderate 
to exponential. While the first person in Germany died of COVID-19 on March 8, 
approx. three weeks later, on March 31, there were already 584 reported deaths 
[39]. Also, the number of new infections per day reached the first wave’s peak 
during the survey period on March 28 with 6,294 newly infected persons [39]. 
There was heated political and public debate on possible government measures. 
The German government implemented many actual measures during the course 
of the survey, such as the drastic restriction of social contacts and the closing of 
gastronomy and selected service businesses on March 22 [9]. The day before the 
survey launched, it became public that the German mobile network operator 
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Telekom shared a one-time set of mobile phone data of German citizens with the 
RKI [43]. At the time of the survey there was no public discussion about the 
governmental “Corona-Warn-App” as it exists today. The survey period during the 
crisis outbreak is crucial to the significance of this study's results. During the 
outbreak, it was still uncertain what measures the state would conclusively 
introduce and how great the threat of the novel coronavirus really was to the 
individual; in short, the period was characterized by uncertainty. After the 
outbreak phase, participants' responses could be influenced by the extent to 
which the measures implemented up to that point were effective and what 
damage the virus actually caused to individuals. The advantage of surveying 
during the outbreak therefore is that the anticipated benefit of location data to 
contain the virus is less dependent on country-specific government measures and 
the development of the crisis. The study results are therefore more general and 
allow for better implications. Another advantage of surveying during the outbreak 
is that, due to the increasing state restrictions on civil rights during that period, 
participants could assume that the government might actually introduce 
surveillance measures, which contributes to the credibility and realistic nature of 
the survey content. 
The survey respondents were recruited via social media. To obtain a 
representative sample of the German population, the ad was targeted to all users 
registered on Facebook and Instagram in Germany. Studies investigating the 
representativeness of social media samples for the general population provide 
contradictory results. While Twitter and Facebook users in the UK differ from the 
general population in terms of age, gender and education, they are representative 
of values and political behavior [30]. An evaluation of Facebook advertising to 
generate a representative sample of Canadians for a health survey concludes that 
the sample is representative of geography, age and income. However, the sample 
was over-representative of women and higher levels of education [41]. Other 
scientists compared responses to an online survey on climate change public 
opinion between two U.S. samples: one was generated with Facebook ads, one 
based on a high-quality online survey panel. Although the social media sample was 
not representative of the U.S. population, the responses were mostly identical to 
those of the high-quality sample [50]. Overall, results suggest that using the 
Facebook Ad Network to recruit participants, despite a potential lack of 
representativeness, is suitable for querying population-level public opinion. 
The call to participate in the survey appeared in various ad formats such as a 
“sponsored story” and “sponsored post”. The users to whom the ad was displayed 
were randomly selected. Randomization was implemented by deactivating the 
Facebook feature of displaying ads optimized for cost efficiency. The survey 
advertisements were displayed to a total of 40,584 German users (on average 1.15 
times per user) on Facebook and Instagram. Of these people, 2,705 clicked on the 
survey link and were redirected to the survey's introductory text (click rate of 
6.67%). 1,253 people have started to actually fill out and 1,156 completed the 
survey (dropout rate of 7.74%). Participation was voluntary and not 
compensated. Respondents were randomly assigned to one of two survey 
 
 
versions, which differed only in the dependent variable (Cvd/Cod). Responses from 
individuals were excluded from the data set if (1) they answered the survey in less 
than a minute, (2) answers indicated random clicking (maximum or minimum 
values selected for all answers), (3) they were under 18 years of age, or (4) they 
submitted unrealistic answers (e.g., age over 100 years).  
In total, 889 participants answered all survey questions without exceptions and 
irregularities. Data provided by this group serve to test Hypotheses 1–4. The 
sample consists of 62% female, 29% male, and 1% diverse-gendered respondents, 
with 9% preferring not to answer. The median age of the respondents is 37 years, 
with the youngest being 18 years and the oldest 75 years. The majority of the 
respondents has high vocational training (26%) or a school diploma (21%), 
followed by a graduate degree (17%). 36% of the respondents, in approximately 
equal parts (between 6% and 9%), reported attaining less than a high school 
diploma, having attended college, having a bachelor’s degree, or not fitting into 
any of the answers, and 4% of the participants preferred not to answer. The mean 
net annual income of the respondents is “15,001€ to 25,000€” (minimum “less 
than 5,000€”, maximum “more than 100,000€”). Respondents indicated their 
political views on a slider from 1 (“left”) to 20 (“right”). The mean political view is 
8, thus skewing slightly more left. 
Measures. All independent (Tip, Tgov, Fin, Fout) and dependent (Cvd, Cod) variables 
were measured using a 1–20 slider. The language to measure the variables fear, 
consent, and trust in government is based on Awad et al.'s German question items 
in the “Moral Machine Experiment” [1]. These items used the wording "To what 
extent ..." on a slider with extreme point labels of "very little" and "very much" and 
were modified from the original version to fit the context of a pandemic crisis 
(pretested with five people). The variables on interpersonal trust (Tip) and 
political views were collected using the original wording of the German socio-
economic panel. The control variables for gender, education, net annual income, 
and age were adopted from Awad et al. [1] without any modifications. To control 
for possible influences by daily events, timing of participation, coded in 12-hour 
intervals from 1 to 20, serves as an additional control variable. Screenshots of the 
online questionnaire are available at this link: https://tinyurl.com/yxct485u. 
4 Data Analysis and Results 
Measurement Model. Ordinary least squares (OLS) regressions were used to test 
Hypotheses 1—4. Data were checked for various parameters before performing 
the regressions. None of the regression models have autocorrelation based on 
values of the Durbin–Watson statistic. Pearson correlation coefficients used to 
check for possible multicollinearity indicated that all variable correlation 
coefficients are lower than .7; the highest correlation (.649) manifested between 
fear for self and loved ones and fear for the population. All other correlations are 
below .355. Graphical visualization confirmed variance equality and normal 
 
 
distribution of the residuals. Two regression models served to test Hypotheses 1–
3: Model 1 uses consent to voluntary data disclosure (Cvd), and Model 2 uses 
consent to state surveillance (Cod) as the dependent variable. C is a vector of 
variables, including age, education, income, political views, gender, and day of 
measurement as baseline conditions.  
Cvd = 𝛽0 + 𝛽1𝐹𝑖𝑛 + 𝛽2𝐹𝑜𝑢𝑡+ 𝛽3  𝑇𝑖𝑝 + 𝛽4𝑇𝑔𝑜𝑣 + 𝛽5𝐶 + 𝜀.            (Model 1) 
Cod = 𝛽0 + 𝛽1𝐹𝑖𝑛 + 𝛽2𝐹𝑜𝑢𝑡+ 𝛽3  𝑇𝑖𝑝 + 𝛽4𝑇𝑔𝑜𝑣 + 𝛽5𝐶 + 𝜀.            (Model 2) 
A third set of regression models served as a mediation analysis to test Hypotheses 
4a and 4b. Mediation is considered present when the following four conditions are 
met [28]: First, the fear variable (Fin/ Fout) has a significant effect on consent to 
voluntary data disclosure (Cvd) in Equation 1. Second, the fear variable (Fin/ Fout) 
has a significant effect on the mediator variable interpersonal trust (Tip) in 
Equation 2. Third, in Equation 3 (identical to Model 1) the mediator variable Tip 
has a significant effect on Cvd, and fourth, the coefficient of 𝛽1  and 
the coefficient of 𝛽2 must be smaller in absolute terms in Equation 3 than in 
Equation 1. The mediation for consent to state surveillance (Cod) is identified 
analogously (Equation 3 identical to Model 2). 
Cvd = 𝛽0 + 𝛽1𝑭𝒊𝒏 + 𝛽2𝑭𝒐𝒖𝒕 + 𝛽3𝑇𝑔𝑜𝑣 + 𝛽4𝐶 + 𝜀.                              (1) 
𝑇𝑖𝑝 = 𝛽0 + 𝛽1𝑭𝒊𝒏 + 𝛽2𝑭𝒐𝒖𝒕+𝛽3𝑇𝑔𝑜𝑣 + 𝛽4𝐶 + 𝜀.                              (2) 
Cvd = 𝛽0 + 𝛽1𝐹𝑖𝑛 + 𝛽2𝐹𝑜𝑢𝑡+ 𝛽3  𝑇𝑖𝑝 + 𝛽4𝑇𝑔𝑜𝑣 + 𝛽5𝐶 + 𝜀.                        (3) 
Structural Model and Hypotheses Testing. Table 1 summarizes the OLS testing 
results. H1a predicted a positive relationship of interpersonal trust (Tip) and 
consent to voluntary data disclosure. Regression results are not significant; thus, 
H1a is not supported. By contrast, interpersonal trust and consent to state 
surveillance show a significant, negative relationship, in support of H2a. Trust in 
government significantly increases both consent to voluntary data disclosure and 
consent to state surveillance, in support of H1b and H2b. Fear for self and closest 
people significantly increases consent to voluntary data disclosure, while fear for 
the public does not. Although H3a suggested an influence of fear for both the in-
group and the out-group, the influence of in-group fear was expected to be 
stronger. Thus, H3a is considered supported. In line with H3b, fear for self and 
closest people and fear for the public significantly increase consent to legally 
obliging data disclosure; however, fear for the public has a higher impact than fear 





Table 1. Results of OLS analyses 
 
Notes. Unstandardized coefficients and standard deviations are shown. p-values are 
reported as follows: * p < .05; ** p < .01; *** p < .001. Dashed lines indicate no significance. 
All models are estimated with an OLS linear regression. Model 1 and mediation analysis on 
Cvd: N1=430, Model 2 and mediation analysis on Cod: N2=459. 
 
Mediation analyses using several regressions according to MacKinnon et al. 
[28] offer further results. H4a predicted that fear would indirectly decrease 
consent to voluntary data disclosure by decreasing interpersonal trust. As 
interpersonal trust has no significant impact on consent to voluntary data 
disclosure, mediation according to H4a is not supported. H4b predicted that fear 
would indirectly increase consent to state surveillance by decreasing 
interpersonal trust. For fear for self and closest people, all four conditions are met. 
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First, fear (Fin) increases consent to state surveillance in Equation 1 (𝛽1 =
.194, 𝑝 = .007). Second, fear (Fin) decreases interpersonal trust in Equation 2 
(𝛽1 = .232, 𝑝 < .001). Third, interpersonal trust decreases consent to state 
surveillance in Equation 3 (𝛽1 = .160, 𝑝 = .010), and fourth, 𝛽1  is smaller in 
Equitation 3 (Model 2) than in Equitation 1. Thus, fear (Fin) indirectly increases 
consent to state surveillance by decreasing interpersonal trust. Fear for the public 
does not indirectly increase consent to state surveillance by decreasing trust, as 
condition 2 is not met (𝛽2 = −.095, 𝑝 = .127). Therefore, mediation according to 
H4b is supported for in-group fear. Figure 2 summarizes the significant variable 
relationships.  
Figure 2. Summary of hypothesis testing 
 
Notes. Goodness of fit, mean, and unstandardized significant coefficients are shown. p-
values are reported as follows: * p < .05; ** p < .01; *** p < .001. Dashed lines indicate no 
significance.  
5 Discussion 
The regression results confirm H1b, H2a, H2b, H3a and partially H3b and H4b. In 
summary, the main testing results are: (1) higher interpersonal trust is associated 
with less consent to voluntary data disclosure to the state, (2) trust in the 
government to actually use the data to control the virus spread increases both, 
consent to voluntary and mandatory data disclosure to the state, (3) fear for self 
and closest people increases consent to voluntary data disclosure, but fear for the 
public does not, (4) both, in-group and out-group fear increase consent to legally 
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obliging data disclosure to the state, (5) in-group fear further increases consent to 
state surveillance indirectly by decreasing interpersonal trust. 
Limitations of the results stem from the country-specific survey. Although it is 
beneficial that data were collected during the outbreak of a crisis, specific daily 
events in Germany and cultural particularities such as the statutory health 
insurance system might have influenced the results. Moreover, results would have 
been more conclusive if the survey had additionally been conducted before the 
pandemic. This would allow a direct comparison of the fear and trust levels of the 
two survey dates and would provide clear insights of how consent preferences 
change while experiencing fear. It may be useful to conduct a repeating survey 
after the pandemic has abated, but it would remain unclear how responses would 
be affected by the lasting shock and country-specific measures. In addition, data 
are based on stated rather than revealed preferences, i.e., there may be 
discrepancies in the results if people actually had to share their location data. For 
ethical reasons, it was deliberately avoided to ask individuals to actually disclose 
their location, as their data would not have actually been used to contain the 
coronavirus.  
Despite those limitations, the findings indicate that the perception of fear 
affects how people decide on sharing their personal data in a global crisis. It is 
therefore ethically questionable when people have to make the decision to disclose 
personal data within a crisis. Governmental officials should initiate the discussion 
about the handling of personal data in the context of crisis management in 
advance.  
In fact, there have been several stakeholders who have called for a planned 
approach to handle personal data in crisis management in recent years. 
International scientists have dealt with the trade-off between security and privacy 
in crises in various studies. The studies often referred to terrorist crises and 
disaster control, but the results and political implications can easily be transferred 
to health crises. For example, Davis and Silver [5] find that a threat to national or 
personal security contributes significantly to people renouncing their civil rights. 
The greater the threat, the less people support civil democratic freedom. Pavone 
and Esposti [36] add that public opinion on surveillance technology is influenced 
not only by the need for security, but also by the context in which the surveillance 
technology is implemented. In an exploratory study of the willingness of German 
citizens to reduce their online privacy in favor of security in times of crisis, Reuter 
et al. [38] identify a cooperative group that would only do so at certain conditions. 
Researchers further suggest that measures concerning security and privacy should 
be decided with some time lag from the crisis itself. If not, overhasty decisions 
might unnecessarily restrict the freedom of citizens [16, 34, 38]. Despite varying 
methods and contexts, existing research results support those of this study. The 
coronavirus-induced crisis is a special situation in which decisions are potentially 
made differently than before or after the crisis. 
Parts of the political arena have pushed the discussion about the protection of 
privacy in recent years. For example, the European Union invested billions of euros 
in security research in the early 2000s [11, 12]. These investments included the 
 
 
research project PRISMS, which ran from 2012 to 2015 and conducted a 
comprehensive survey of public opinion on the trade-off between privacy and 
security. The aim of the project was to formulate a decision-support-system to 
guide the ethical political handling of the trade-off [13]. Nonetheless, there has 
been no uniform European regulation at the outbreak of the corona crisis. In 
Germany, too, some politicians recognized the importance of data privacy ahead 
of the crisis, including Volker Kauder, the parliamentary party leader of the CDU, 
Stefan Brink, the state data protection commissioner, and Sabine Leutheusser-
Schnarrenberger, the federal minister of justice. Also Burkhard Hirsch and Gerhart 
Baum have been fighting for the protection of basic privacy rights and for a 
surveillance-free society for many years [e.g., 24]. But in Germany, too, there has 
been no pre-determined regulation on how personal data may be used to foster 
security in the event of a crisis – yet the 2007 LÜKEX report has even identified 
corresponding deficiencies. The report is the result of a nationwide pandemic 
crisis management audit with the aim of optimizing governmental and public crisis 
management. The report identifies an extensive need for action in the area of 
"prevention" and demands a specification of legal provisions and exception 
regulations. In 2007, the handling of data had not been subject of the report. 
However, when concretizing prevention measures in response to the report, 
policymakers could easily have taken the handling of data into account in the 
following years. It remains ambiguous why the German government not only failed 
to respond to identified shortcomings, but also kept the report secret for a 
considerable time.  
In contrast to other countries, Germany ultimately refrained from collecting 
personal data and relied on a voluntary solution based on the “Corona-Warn-App”. 
However, it is a fact that monitoring of location data was at least considered. And 
indeed, in the middle of the second infection cycle, voices from industry and 
politics are once again calling for restrictions on data protection in order to make 
the “Corna-Warn-App” more effective. As Michael Hüther, Director of the Institute 
of the German Economy, says, "It is difficult to understand that while many basic 
rights are naturally infringed upon in the fight against the pandemic, data 
protection becomes a sacred cow“ [31]. Other politicians like Dorothee Bär and 
Dieter Janecek prefer to maintain the population's willingness to cooperate 
through trust in the government. According to the results of this study, this might 
be a winning strategy: trusting the government to use the data correctly increases 
the willingness to share data by using voluntary solutions. If enough people make 
use of the voluntary offer, the virus spread might be controlled without violating 
individual privacy. In any case, the resurgent discussion reinforces the importance 
of the present results. 
Overall, exceptional governmental power in a crisis is reasonable in terms of 
national security measures. A crisis is an extreme situation in which restrictions 
and violations of personal rights may under certain conditions be appropriate to 
protect the public. Restrictions may affect economic, cultural and private domains 
- including the restriction of privacy through the use of personal data. 
Nevertheless, the results of this study illustrate - in light of relevant studies from 
 
 
other disciplines - that the context in which decisions to restrict privacy are made 
matters significantly. Decisions in the trade-off of security and privacy must not be 
forced in the middle of a crisis, both on a political and individual level. 
6 Conclusion 
This paper examined the role of fear and trust in consenting to disclose data to the 
state. During the 2020 pandemic crisis many states proposed data collection 
measures to contain the coronavirus without ever having discussed these 
measures transparently in advance. The timing of the governmental data 
collection could imply ethical concerns, as individual consent might change while 
experiencing fear. I conducted a survey during the outbreak of the 2020 pandemic 
in Germany in mid-March. Results show that fear indeed correlates with consent: 
Voluntary data disclosure depends on how anxious people are about themselves 
and their loved ones. When consenting to legally obliging data disclosure, fear 
plays an even greater role. Not only does fear for oneself, loved ones, and the 
public increase the consent to legally obliging data disclosure, but it also promotes 
consent by fostering distrust in others.  
Despite some limitations, the results allow the conclusion that fear for oneself 
and others, as well as trust in others and in the state, play an important role in a 
global health crisis when it comes to disclosing personal data. In Germany, 
location tracking was hotly debated, but ultimately not carried out. The initial 
discussion, the data collection measures in other countries and the insights of this 
paper, however, show the need for defining how personal data shall be handled in 
crisis situations. If not, the state might violate important individual privacy rights. 
The public should be involved in this discussion in advance, not in the midst of a 
crisis while experiencing fear. The findings of this paper contribute to a better 
understanding of the relevance of timing when states collect personal data. 
Politicians and researchers should take a closer look at the various factors that can 
influence the citizens’ consent to data disclosure in crises so that regulators can 
handle and collect personal data in the public’s best interest.  
A follow-up study is currently in progress and will compare the levels of fear, 
trust and consent to voluntary and mandatory disclosure of personal data during 
the first and second infection cycle of the coronavirus. The corresponding online 
experiment has been conducted at the end of October 2020 and contained 
identical questions as in March 2020 – with one crucial extension: Participants 
have randomly been primed on content of the recent public debate on how data 
shall be used in order to control the corona virus spread in Germany. Differences 
between the experimental groups will allow to draw conclusions as to whether 
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