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Sílabo de Derecho Informático 
 
I. Datos generales 
 
Código ASUC 00186 
Carácter Obligatorio 
Créditos 3 
Periodo académico 2020 
Prerrequisito Informática 
Horas Teóricas: 2 Prácticas: 2 
 
II. Sumilla de la asignatura 
 
La asignatura corresponde al área de estudios de especialidad, es de naturaleza teórico-práctica. 
Tiene como propósito desarrollar en el estudiante la capacidad de interpretar el conjunto de 
normas jurídicas (Tratados internacionales y normas nacionales) que regulan la actividad 
informática, las mismas que permiten solucionar los conflictos que ocasiona el desarrollo de la 
tecnología y la información automatizada. 
 
La asignatura contiene: Los principios del derecho informático, la manifestación de voluntad por 
medios electrónicos, los documentos electrónicos, la firma digital, la protección de datos personales, 
derecho de autor en Internet, delitos informáticos, contratación electrónica, el comercio 
electrónico, el gobierno electrónico, entre otros. 
 
 
 
 
 
III. Resultado de aprendizaje de la asignatura 
Al finalizar la asignatura, el estudiante será capaz resolver casos legales en función de las normas 
jurídicas nacionales que regulan y protegen la actividad informática en nuestro país, que le permita 
competir dentro del ámbito empresarial. 
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IV. Organización de aprendizajes 
 
Unidad I  
Sociedad de la Información 
 
Duración 
en horas 
 
16 
 
Resultado de 
aprendizaje de la 
unidad 
Al finalizar la unidad, el estudiante será capaz de diferenciar la informática 
jurídica y el derecho informático, así como la importancia de la libertad 
informática, reconociendo las normas jurídicas que la regulan. 
Conocimientos Habilidades Actitudes 
 Informatización de la sociedad y 
el Derecho 
 Regulación Jurídica del Bien 
Informacional 
 Derecho Informático 
 Libertad Informática 
 Identifica los componentes 
de la informatización de la 
sociedad. 
 
 Organiza información que es 
considerada como bien 
jurídico informacional. 
 
 Diferencia las corrientes del 
Derecho Informático. 
 Acepta la diversidad de 
ideas y de corrientes en el 
Derecho         Informático, 
escuchando, participando 
en las actividades propuestas, 
justificando su posición para 
aplicar los principios del 
Derecho Informático en el 
ejercicio 
de la defensa. 
Instrumento de 
evaluación • Rúbrica de evaluación de un caso. 
 
 
Bibliografía 
(básica y 
complementaria) 
Básica: 
• Blossiers, J. (2003). Derecho Informático. Lima: Ediciones Portocarrero. 
 
• Ministerio de Justicia y Derechos Humanos. (2013). Compendio Autoridad 
Nacional de Protección de Datos Personales. Ley de Protección de Datos 
Personales y su Reglamento. Perú. Lima. 
 
Complementaria: 
• Tellez, Julio. (2008). Derecho Informático. (4° ed.) México: Mc GrawHill. 
 
• Peñaranda, H.  (2010). Bien Jurídico Informacional. México: Mc GrawHill. 
Recursos 
educativos 
digitales 
• Piña, H. (S/f). El derecho informático y su autonomía como nueva rama del 
derecho. Recuperado de  
http://www.ordenjuridico.gob.mx/Congreso/pdf/78.pdf  
 
• Gonzáles, G. (1993). El Derecho a la Intimidad y la Informática. Revista de 
Derecho Themis. Nͦ 26, 67-77. Recuperado de 
http://revistas.pucp.edu.pe/index.php/themis/article/view/11095/11608 
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Unidad II 
Protección de Datos 
 
Duración 
en horas 
 
16 
Resultado de 
aprendizaje de la 
unidad 
Al finalizar la unidad, el estudiante será capaz de analizar los diferentes datos 
existentes y la protección que la legislación brinda a cada uno de ellos. 
Conocimientos Habilidades Actitudes 
 Protección Legal de Datos 
Personales 
 Hábeas Data 
 Telecomunicaciones y 
Tecnologías de la Información 
 Responsabilidad Civil del 
Gestor de Base de Datos 
 Identifica la diferencia entre 
los conceptos de datos 
personales. 
 
 Resuelve casos de Hábeas 
Data identificando los tipos 
de Hábeas Data existentes en 
nuestra legislación y doctrina. 
 
 Identifica el tipo de 
responsabilidad civil que 
asume el Gestor de Base de 
Datos en nuestra legislación. 
 Acepta la diversidad de 
ideas y de corrientes en el 
Derecho Informático, 
escuchando, participando
  en las 
actividades  propuestas, 
justificando su posición 
para aplicar los principios 
del  Derecho  Informático 
en   el   ejercicio   de   la 
defensa. 
Instrumento de 
evaluación 
 
• Prueba de desarrollo. 
 
 
 
Bibliografía 
(básica y 
complementaria) 
Básica: 
 
• Blossiers, J. (2003). Derecho Informático. Lima: Ediciones Portocarrero. 
 
• Ministerio de Justicia y Derechos Humanos. (2013). Compendio Autoridad 
Nacional de Protección de Datos Personales. Ley de Protección de Datos 
Personales y su Reglamento. Perú. Lima. 
 
Complementaria: 
 
• Malpartida, V. (2008). Prácticas de Procesos Constitucionales – Proceso de 
Hábeas Data. Lima: Editora Jurídica Grijley E.I.R.L. 
Recursos 
educativos 
digitales 
• Fernández, G. (1997). La Responsabilidad Civil del Gestor de Bases de 
Datos. Ius et Veritas. Recuperado de 
http://revistas.pucp.edu.pe/index.php/iusetveritas/article/viewFile/15744/ 
16179 
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Unidad III 
Protección y Defensa Legal del Software 
 
Duración 
en horas 
 
16 
Resultado de 
aprendizaje de la 
unidad 
Al finalizar la unidad, el estudiante será capaz de interpretar las normas y 
directivas emitidas para la protección de los derechos de autor de creadores 
de software. 
Conocimientos Habilidades Actitudes 
 Protección Legal del Software 
 Contratos informáticos, riesgos y 
seguros  informáticos. 
 Valor Probatorio de los soportes 
informáticos 
 Utiliza las guías establecidas 
para la resolución de 
problemas en cuanto a 
conflicto de derechos de 
autor. 
 
 Identifica los tipos de 
contratos informáticos. 
 
 Identifica  la  importancia  de 
los soportes informáticos, 
determinando el valor 
probatorio de los mismos. 
 Acepta la diversidad de 
ideas y de corrientes en el 
Derecho Informático, 
escuchando, 
participando   en las 
actividades  propuestas, 
justificando su posición 
para aplicar los principios 
del  Derecho  Informático 
en   el   ejercicio   de   la 
defensa. 
Instrumento de 
evaluación 
 
• Lista de cotejo para evaluar un caso sobre protección legal del software. 
 
 
 
 
Bibliografía 
(básica y 
complementaria) 
Básica: 
• Blossiers, J. (2003). Derecho Informático. Lima: Ediciones Portocarrero. 
 
• Ministerio de Justicia y Derechos Humanos. (2013). Compendio Autoridad 
Nacional de Protección de Datos Personales. Ley de Protección de Datos 
Personales y su Reglamento. Perú. Lima. 
 
Complementaria: 
• Maraví, A. (2010). Breves apuntes sobre el problema de definir la 
originalidad en el derecho de autor. Cuaderno de Trabajo 16. 
Departamento Académico de Derecho PUCP. 
 
• Arata, Á. (2002). Las Nuevas Tecnologías de la Información y la 
problemática jurídica del comercio electrónico (tesis de pregrado). 
Universidad Nacional Mayor de San Marcos. Lima, Perú. 
Recursos 
educativos 
digitales 
• INDECOPI y Proyecto USAID. (2013). Guía de Derecho de Autor para 
Creadores de Software. Lima, Perú. Recuperado de 
https://www.indecopi.gob.pe/documents/20182/143803/GDA_Creadore
sDeSoftware.pdf 
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Unidad IV 
El Ciber Espacio y los actos ilícitos frente a las TIC al servicio de los 
ciudadanos 
 
Duración 
en horas 
 
16 
Resultado de 
aprendizaje de la 
unidad 
Al finalizar la unidad, el estudiante será capaz de comparar las ventajas y 
desventajas del uso y aplicaciones de las tecnologías en el día a día para 
argumentar y proponer mejoras en la legislación. 
Conocimientos Habilidades Actitudes 
 Delitos  Informáticos  y  el  ciber 
espacio e internet y actos ilícitos. 
 La firma digital y comercio 
electrónico 
 El Gobierno Electrónico. 
 Identifica la diferencia entre 
contratos informáticos y 
contratos electrónicos. 
 
 Identifica las deficiencias en 
la regulación respecto a 
firmas digitales. 
 
 Analiza las estrategias del 
Gobierno Electrónico en 
nuestro país y las difunde. 
 
 Acepta la diversidad de 
ideas y de corrientes en el 
Derecho         Informático, 
escuchando, participando 
en las actividades 
propuestas, justificando  su 
posición para aplicar los 
principios del Derecho 
Informático en el ejercicio 
de la defensa. 
Instrumento de 
evaluación 
 
• Rúbrica de evaluación de un caso. 
 
 
 
Bibliografía 
(básica y 
complementaria) 
Básica: 
• Blossiers, J. (2003). Derecho Informático. Lima: Ediciones Portocarrero. 
 
• Ministerio de Justicia y Derechos Humanos. (2013). Compendio Autoridad 
Nacional de Protección de Datos Personales. Ley de Protección de Datos 
Personales y su Reglamento.  Perú. Lima. 
 
Complementaria: 
• Durand, R. (2002). Cyber-Delito o Delito de Ordenadores: Sistema Bancario 
Nacional.  (1ª ed.). Lima. 
 
Recursos 
educativos 
digitales 
• Hiperderecho. (02 de julio de 2014). Luces y Sombras de la 
delincuencia informática en el Perú [Entrada en un Blog]. 
Recuperado de  https://hiperderecho.org/2014/07/luces-y-sombras-de-la-
delincuencia-informatica-en-peru/ 
 
 
V. Metodología 
 
Dentro de la presente cátedra, se utilizarán distintas metodologías activas tales como la exposición 
magistral, con la participación de los estudiantes a través de dinámicas grupales; análisis en talleres, lluvia 
de ideas, resolución de casos, exposiciones a fin de reforzar su desenvolvimiento, así como la entrega 
de trabajos que comprendan la elaboración de videos que permitan evaluar de manera objetiva los 
diferentes componentes para su formación integral en la carrera, haciendo uso del aula virtual y 
recursos digitales. 
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Modalidad semipresencial –  A Distancia  
En el desarrollo de la asignatura se empleará los métodos: Escenarios basados en objetivos, 
aprendizaje basado en casos, aprendizaje basado en proyectos, aprendizaje basado en problemas 
y aprendizaje colaborativo centrado en el aprendizaje del estudiante. Para ello se hará uso de 
diferentes recursos educativos como: lecturas, videos, presentaciones interactivas y 
autoevaluaciones, que le permitirán medir su avance en la asignatura. 
VI. Evaluación 
VI.1. Modalidad presencial  
 
Rubros Comprende Instrumentos Peso 
Evaluación de 
entrada 
Prerrequisitos o 
conocimientos de la 
asignatura 
 
Prueba objetiva 
 
Requisito 
 
Consolidado 1 
Unidad I Rúbrica de evaluación de un 
caso 
 
20% 
Unidad II Prueba de desarrollo. 
Evaluación parcial Unidad I y II Prueba de desarrollo 20% 
 
Consolidado 2 
Unidad III Lista de cotejo  
 
20% 
 
Unidad IV 
Rúbrica de evaluación  
Evaluación final Todas las unidades Prueba de desarrollo 40% 
Evaluación 
sustitutoria (*) Todas las unidades Prueba de desarrollo 
 
(*) Reemplaza la nota más baja obtenida en los rubros anteriores 
 
VI.2. Modalidad semipresencial 
 
Rubros Comprende Instrumentos Peso 
Evaluación de 
entrada Prerrequisito Prueba objetiva Requisito 
Consolidado 1 Unidad I Rúbrica de evaluación de un 
caso. 
 
20% 
Evaluación 
parcial Unidad I y II Prueba de desarrollo. 20% 
Consolidado 2 Unidad III Lista de cotejo   20% 
Evaluación final Todas las unidades Prueba de desarrollo 40% 
Evaluación 
sustitutoria (*) Todas las unidades Prueba de desarrollo 
 
(*) Reemplaza la nota más baja obtenida en los rubros anteriores 
 
Fórmula para obtener el promedio: 
 
 
 
 
PF = C1 (20%) + EP (20%) + C2 (20%) + EF (40%) 
