APLIKASI MOBILE MENGGUNAKAN METODE LEAST

SIGNIFICANT BIT DAN END OF FILE UNTUK








Dari analisis hingga pengujian yang telah dilakukan pada penelitian ini, dapat 
diambil kesimpulan sebagai berikut : 
1. Apilkasi steganografi yang telah dihasilkan dari implementasi algoritma 
Least Significant Bit dan End of File dapat digunakan dengan baik untuk 
menyembunyikan pesan atau informasi dalam sebuah gambar digital 
sehingga pihak lain yang tidak berkentingan tidak mengetahui isi dalam 
gambar tersebut. 
2. Hasil pengujian nilai MSE-PSNR terhadap image atau file citra digital yang 
dihasilkan dari aplikasi steganografi menunjukkan nilai yang cukup baik 
bergantung pada besar ukuran gambar, perpaduan warna gambar dan 
banyaknya jumlah karakter yang disisipkan. Semakin besar ukuran file citra 
yang digunakan maka semakin baik nilai PSNR dalam decibel (db) yang 
diperoleh di bandingkan dengan file citra yang berukuran lebih kecil 
dengan jumlah sisipan karakter yang sama. Hal ini menunjukkan bahwa 
untuk memperoleh file citra yang baik setelah proses penyisipan, dan tidak 
mengalami perubahan yang cukup berarti dari file citra sebelumnya maka 
besar ukuran file citra dalam piksel dan banyaknya karakter yang akan 





demikian pesan yang disisipkan kedalam file citra tidak akan menimbulkan 
kecurigaaan dan menjaga keamanan pesan yang disisipkan dalam file citra 
digital tersebut. 
3. Aplikasi ini dapat diterapkan pada platform android mobile, karena tools 
untuk development nya memiliki dukungan berupa objek dan fungsi built-
in yang siap digunakan. 
6.2. Saran 
1. Untuk mengurangi batasan masalah format gambar atau citra digital dapat 
diganti menggunakan format gambar lainnya selain “png”, selain itu dapat 
dikembangkan resolusi gambar yang lebih besar dan jumlah karakter 
sisipan yang lebih banyak. 
2. Aplikasi ini dapat dikembangkan lebih lanjut dengan menambahkan teknik 
crypthography untuk pengacakan pesan sebelum di encode ke dalam media 
untuk meningkatkan keamanan pesan. 
3. Selain itu, aplikasi ini dapat menggunakan metode lainnya sehingga dapat 
dibandingkan kelemahan dan kelebihan dari masing-masing metode 
tersebut. 
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 Dokumen Spesifikasi Kebutuhan Perangkat Lunak 
(SKPL) ini merupakan dokumen spesifikasi kebutuhan 
perangkat lunak BunglonApp yang dipakai sebagai acuan 
dalam pembuatan perangkat lunak. Dokumen ini 
mendefinisikan beberapa kebutuhan yang harus tersedia 
agar perangkat lunak dapat dikembangkan. SKPL-
BunglonApp ini juga mendefinisikan batasan perancangan 
perangkat lunak. Dimana aplikasi ini diharapkan dapat 
membantu dalam penyampaian informasi rahasia yang 
mengandung unsur media elektronik. 
 Dokumen ini digunakan oleh pengembang perangkat 
lunak sebagai acuan teknis pengembangan perangkat 
lunak pada tahap selanjutnya. 
1.2 Lingkup Masalah 
 Perangkat lunak BunglonApp ini diimplementasikan 
menggunakan bahasa pemograman java dan xml, data yang 
dibutuhkan berupa image dengan format “PNG” dan 
inputan teks maksimal 160 karakter. fungsi – fungsi 
yang terdapat dalam perangkat lunak ini antara lain : 
encode dan decode. 
1.3 Definisi, Akronim dan Singkatan 
Daftar definisi akronim dan singkatan : 
Keyword/Phrase Definisi 
SKPL Merupakan spesifikasi kebutuhan dari 
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Kode yang merepresentasikan 
kebutuhan pada Bunglon dimana XXX 
merupakan nomor fungsi produk. 
BunglonApp Sistem steganografi encoding dan 
decoding. 
Encoding Proses menyembunyikan pesan text ke 
dalam gambar 
Decoding Proses menampilkan pesan text 
tersembunyi di dalam gambar 
ANDROID Sistem operasi untuk perangkat 
smartphone. 
ECLIPSE Tools untuk pengembangan aplikasi. 
1.4 Referensi 
Referensi yang digunakan pada perangkat lunak 
tersebut adalah: 
1. Malo, Xaverius Kurniawan, Fransiskus, 2015. 
Pembangunan Aplikasi Pengenalan Olahraga 
Taekwondo Berbasis Mobile. Skripsi. Yogyakarta: 
Universitas Atma Jaya Yogyakarta. 
2. Kabetta, Herman, 2012. Skema Keamanan 
Steganografi Pada Cascading Style Sheet 
Menggunakan Sistem Kriptografi Kunci Publik. 
Tesis. Yogyakarta: Universitas Atma Jaya 
Yogyakarta. 
3. Handarkho, Dri, Yonathan, 2008. PEMBANGUNAN 
APLIKASI STEGANOGRAFI PADA FILE VIDEO AUDIO 
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FOURIER TRANSFORM. Skripsi. Yogyakarta: 
Universitas Atma Jaya Yogyakarta. 
1.5 Deskripsi umum (Overview) 
Dokumen SKPL ini dibagi menjadi empat bab. Bab 
pertama adalah Pendahuluan, yang berisi tentang 
deskripsi dokumen. Bab kedua adalah deskripsi 
keseluruhan, yang berisi penjelasan secara umum 
mengenai sistem yang akan dikembangkan meliputi fungsi 
dari sistem, karakteristik pengguna, batasan dan 
asumsi yang diambil dalam pengembangan perangkat 
lunak. Bab ketiga adalah Spesifikasi Rinci Kebutuhan, 
yang berisi penjelasan tentang kebutuhan sistem yang 
akan dikembangkan secara lebih rinci. Bab keempat 
adalah Realisasi Use Case, yang berisi realisasi use 
case dalam tahap analisis (konseptual), yang akan 
digunakan sebagai dasar realisasi use case pada tahap 
desain. 
2 Deskripsi Kebutuhan 
2.1 Perspektif produk 
BunglonApp merupakan perangkat lunak yang 
dikembangkan dengan bahasa pemograman java dan xml, 
data yang dibutuhkan berupa image dengan format “PNG”. 
Perangkat lunak ini diharapkan dapat membantu 
pengguna dalam hal keamanan data sehingga kerahasiaan 
datanya dapat terjaga. 
Fungsi yang terdapat dalam perangkat lunak ini 
antara lain : proses encode dan decode. Dimana fungsi 
encode adalah proses untuk menyisipkan pesan text ke 
dalam gambar. Sedangkan fungsi decode adalah 
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Perangkat lunak BunglonApp ini berjalan pada 
platform Android. Sedangkan untuk lingkungan 
pemrogramannya menggunakan Eclipse.  
2.2 Fungsi Produk 
Fungsi produk perangkat lunak BunglonApp adalah 
sebagai berikut : 
2.2.1  Fungsi encode (SKPL-BunglonApp-001) 
Fungsi encode merupakan fungsi yang 
digunakan untuk menyembunyikan pesan text ke 
dalam gambar. Fungsi encode meliputi beberapa 
inputan berikut, diantaranya : 
a. Input Text (SKPL-BunglonApp-001-01) 
Merupakan perintah untuk memasukkan 
plaintext, maksimal 160 character. 
b. Browse Image (SKPL-BunglonApp-001-02) 
Merupakan perintah untuk memilih gambar 
yang diinginkan untuk proses encoding, 
maksimal 250x250 pixel. 
c. Input Filename (SKPL-BunglonApp-001-03) 
Merupakan perintah untuk memberi nama 
file yang diinginkan. 
d. Show Processing time (SKPL-BunglonApp-
001-04) 
Menampilkan proses waktu selama 
encoding. 
e. Show Size (SKPL-BunglonApp-001-05) 
Menampilkan ukuran file dari hasil 
encoding. 
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Menampilkan info cara encode file. 
g. Button Process (SKPL-BunglonApp-001-07) 
Merupakan perintah untuk melakukan 
proses encoding. 
h. Button Back (SKPL-BunglonApp-001-08) 
Merupakan perintah kembali ke menu 
sebelumnya. 
2.2.2 Fungsi Decode (SKPL-BunglonApp-002) 
Fungsi decode merupakan fungsi yang 
digunakan untuk menampilkan pesan text 
tersembunyi di dalam gambar. Fungsi decode 
meliputi beberapa inputan berikut, 
diantaranya : 
a. Browse Image (SKPL-BunglonApp-002-01) 
Merupakan perintah untuk memilih gambar 
yang diinginkan untuk proses decoding. 
b. Show Text (SKPL-BunglonApp-002-02) 
Menampilkan text atau pesan hasil 
proses decoding. 
c. Show Types of steganography (SKPL-
BunglonApp-002-03) 
Menampilkan tipe file gambar hasil 
decoding. 
d. Show Processing time (SKPL-BunglonApp-
002-04) 
Menampilkan proses waktu selama 
decoding. 
e. Show Size (SKPL-BunglonApp-002-05) 
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f. Button Help (SKPL-BunglonApp-002-06) 
Menampilkan info cara decode file. 
g. Button Process (SKPL-BunglonApp-002-07) 
Merupakan perintah untuk melakukan 
proses decoding. 
h. Button Back (SKPL-BunglonApp-002-08) 
Merupakan perintah kembali ke menu 
sebelumnya. 
2.3 Karakteristik Pengguna 
Karakteristik dari pengguna perangkat lunak 
BunglonApp dibedakan menjadi tiga, yaitu : 
1. Pengguna dapat mengoperasikan atau 
menggunakan perangkat smartphone bersistem 
operasi android. 
2. Pengirim (Sender), yaitu siapa saja yang 
menggunakan aplikasi ini untuk mengirim 
pesan. Pengguna ini hanya menggunakan satu 
fungsi yaitu fungsi Encode. 
3. Penerima (Receiver), yaitu siapa saja yang 
menggunakan aplikasi ini untuk menerima 
pesan. Pengguna ini menggunakan dua fungsi 
yaitu fungsi Generate dan fungsi Decode. 
2.4 Batasan-Batasan 
  Batasan-batasan dalam perancangan perangkat lunak 
BunglonApp tersebut adalah : 
1. Kebijaksanaan Umum 
Berpedoman pada tujuan dari pengembangan 
perangkat lunak BunglonApp. 
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Mengingat tidak adanya layanan pihak ketiga 
yang menyediakan modul yang dibutuhkan untuk 
menjalankan perangkat lunak ini, maka perangkat 
lunak hanya bisa diimplementasikan pada 
lingkungan localhost. 
2.5 Asumsi dan Ketergantungan 
 Asumsi yang digunakan dalam pengembangan perangkat 
lunak BunglonApp yaitu : 
a. Pengguna dari aplikasi ini dibedakan menjadi dua, 
pengirim dan penerima, yang berbeda menjalankan 
fungsinya masing-masing. 
b. Membutuhkan gambar dengan ukuran maksimal 250x250 
piksel dan teks maksimal 160 karakter. 
c. Menggunakan perangkat lunak Android dengan sistem 
operasi Android minimal 4.3 JellyBean dan RAM 
minimal 1GB. 
 
3 Kebutuhan khusus 
3.1 Kebutuhan antarmuka eksternal 
Kebutuhan antarmuka eksternal pada perangkat lunak 
BunglonApp meliputi kebutuhan antarmuka pemakai, 
antarmuka perangkat keras dan antarmuka perangkat 
lunak.  
3.1.1 Antarmuka pemakai 
Pengguna berinteraksi dengan antarmuka yang 
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3.1.2 Antarmuka perangkat keras 
Antarmuka perangkat keras yang digunakan dalam 
perangkat lunak BunglonApp adalah: 
1. Smartphone android minimal operasi sistem 4.2 
JellyBean. 
2. RAM minimal 1GB. 
3. Processor minimal  Dual-core 1 GHz Krait 
4. Memori minimal 1GB. 
3.1.3 Antarmuka perangkat lunak 
Perangkat lunak yang dibutuhkan dalam pembuatan 
perangkat lunak BunglonApp adalah sebagai berikut : 
Nama  :  JellyBean 4.3 
Sumber  :  Google Sebagai sistem operasi android 
Perangkat lunak yang dibutuhkan dalam pembangunan 
aplikasi BunglonApp adalah sebagai berikut : 
Nama  : Eclipse 
Sumber : Eclipse Foundation 
Sebagai tools pengembangan BunglonApp dan dapat 
digunakan untuk menjalankan aplikasi. 
Nama  : ADT (Android Development Tool) Bundle 
Sumber : Google 
Sebagai IDE (Integrated Developmnet Environment) 
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3.2 Kebutuhan fungsionalitas Perangkat Lunak 
3.2.1 Use Case Diagram BunglonApp 
 
Gambar 1. Use Case Diagram BunglonApp 
 
 
Dalam perancangan usecase diagram BunglonApp (Gambar 1) 
dapat dijelaskan bahwa user melakukan proses penyisipan 
pesan atau steganografi dengan menggunakan dua proses 
utama, yaitu encode dan decode. Seluruh proses yang 
dilakukan menggunakan dua metode sebagai pembanding 
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3.2.2 Flow Chart Diagram BunglonApp 
 
Gambar 2. Flow chart Diagram Encode 
 
Berdasarkan flow chart diagram encode (Gambar 2) proses 
dimulai ketika user mulai menjalankan aplikasi 
BunglonApp. Kemudian input pesan, input gambar, input 
nama file LSB dan EOF, jika belum lengkap sistem akan 
menampilkan peringatan bahwa inputan belum lengkap, 
jika sudah lengkap maka sistem akan mengecek gambar 
tersebut baru atau telah terisi pesan EOF, karena hasil 
gambar EOF masih dapat digunakan lagi untuk disisipkan 
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dan EOF. Hasil gambar dari proses stegano akan 
tersimpan secara otomatis pada internal storage dengan 
nama folder ‘TESIS’. 
 
Gambar 3. Flow chart Diagram Decode 
 
Berdasarkan flow chart diagram decode (Gambar 3) proses 
dimulai ketika user memilih gambar hasil stegano pada 
internal storage dengan nama folder ‘TESIS’. Jika 
gambar belum dipilih maka sistem tidak dapat melakukan 
proses decode dan jika gambar telah terpilih maka 
sistem akan mengecek apakah gambar yang dipilih telah 
berisi pesan atau belum dengan menekan button process. 
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untuk membedakan antara gambar yang menggunakan metode 
LSB dan gambar yang menggunakan metode EOF. Kemudian 
sistem akan menampilkan hasil yang dibutuhkan oleh user 
yaitu tipe stegano, isi pesan, ukuran file dan waktu 
proses. 
 
4 Spesifikas Rinci Kebutuhan 
4.1 Spesifikasi Kebutuhan Fungsionalitas 
4.1.1 Use Case Spesification : Fungsi Encode 
1. Brief Description 
Use case ini digunakan oleh aktor untuk 
menyisipkan pesan text ke dalam gambar. 
2. Primary Actor 
User 
3. Supporting Actor 
None 
4. Basic Flow 
1. Use case ini dimulai ketika aktor menekan 
button encode pada menu utama. 
2. Sistem akan menampilkan antarmuka encode. 
A-1 Aktor melakukan proses encoding sesuai 
dengan inputan, lalu menekan button process. 
A-2 Aktor menekan button back untuk kembali ke 
menu utama. 
 3. Use case selesai. 
5. Alternative Flow 
 A-1 : Aktor menekan button process. 
1. Sistem melakukan proses encoding steganografi 
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2. Hasil dari proses encode akan tersimpan 
otomatis  dalam internal storage dengan nama 
folder “TESIS”. 
3. Kembali ke Basic Flow Langkah ke 4. 
A-2 : Aktor menekan button back. 
1. Kembali ke menu utama. 





Aktor masuk kedalam sistem dan dapat melakukan 
proses encode. 
4.1.2 Use Case Spesification : Fungsi Decode 
1. Brief Description 
Use Case ini digunakan oleh aktor untuk 
menampilkan pesan teks dalam gambar.  
2. Primary Actor 
User 
3. Supporting Actor 
None 
4. Basic Flow 
1. Use Case ini dimulai ketika aktor menekan 
button decode pada menu utama. 
2. Sistem akan menampilkan antarmuka decode. 
A-1 : Aktor melakukan proses decode sesuai 
dengan gambar yang dipilih kemudian menekan 
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A-2 : Aktor menekan button back untuk kembali 
ke menu utama. 
3. Use Case selesai. 
5. Alternative Flow 
A-1 : Aktor menekan button process. 
1. Aktor memilih gambar hasil encode dalam 
internal storage dengan nama folder “TESIS”. 
2. Sistem melakukan proses decoding yaitu 
mengambil pesan tersembunyi dari gambar. 
3. Kembali ke Basic Flow Langkah ke 4. 
A-2 : Aktor menekan button back. 
1. Kembali ke menu utama. 





Aktor masuk kedalam sistem dan dapat melakukan 
proses decode. 
4.2 Persintence Data 
Perangkat lunak BunglonApp tidak membutuhkan 




DESKRIPSI PERANCANGAN PERANGKAT LUNAK 
 
Steganografi Menggunakan Metode Least 
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Dokumen Deskripsi Perancangan Perangkat Lunak 
(DPPL) ini bertujuan untuk mendefinisikan perancangan 
perangkat lunak BunglonApp. 
Dokumen tersebut akan digunakan oleh pengembang 
perangkat lunak BunglonApp sebagai acuan teknis untuk 
implementasi pada tahap berikutnya. 
1.2 Lingkup Masalah 
 Perangkat lunak BunglonApp ini diimplementasikan 
menggunakan bahasa pemograman java dan xml, data yang 
dibutuhkan berupa image dengan format PNG dan inputan 
text maksimal 160 karakter. fungsi – fungsi yang 
terdapat dalam perangkat lunak ini antara lain : encode 
dan decode. 
1.3 Definisi, Akronim dan Singkatan 
Daftar definisi akronim dan singkatan: 
Keyword/Phrase Definisi 
SKPL Merupakan spesifikasi kebutuhan 





Kode yang merepresentasikan 
kebutuhan pada Bunglon dimana XXX 
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BunglonApp Sistem steganografi encoding dan 
decoding. 
Encoding Proses menyembunyikan pesan text ke 
dalam gambar 
Decoding Proses menampilkan pesan text 
tersembunyi di dalam gambar 
ANDROID Sistem operasi untuk perangkat 
smartphone. 
ECLIPSE Tools untuk pengembangan aplikasi. 
 
1.4 Referensi 
Referensi yang digunakan pada perangkat lunak 
tersebut adalah: 
1. Malo, Xaverius Kurniawan, Fransiskus, 2015. 
Pembangunan Aplikasi Pengenalan Olahraga 
Taekwondo Berbasis Mobile. Skripsi. Yogyakarta: 
Universitas Atma Jaya Yogyakarta. 
2. Kabetta, Herman, 2012. Skema Keamanan 
Steganografi Pada Cascading Style Sheet 
Menggunakan Sistem Kriptografi Kunci Publik. 
Tesis. Yogyakarta: Universitas Atma Jaya 
Yogyakarta. 
3. Handarkho, Dri, Yonathan, 2008. PEMBANGUNAN 
APLIKASI STEGANOGRAFI PADA FILE VIDEO AUDIO 
VIDEO INTERLEAVE MENGGUNAKAN ALGORITMA FAST 
FOURIER TRANSFORM. Skripsi. Yogyakarta: 
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1.5 Deskripsi Umum Dokumen 
 Dokumen DPPL ini dibagi menjadi empat bagian yaitu:  
1. Pendahuluan, berisi tujuan pembuatan dokumen ini, 
lingkup masalah, definisi, akronim dan singkatan 
serta deskripsi umum. 
2. Deskripsi arsitektural 
3. Deskripsi antarmuka dan prosedural berisi gambaran 
halaman-halaman yang akan digunakan beserta 
tombol-tombol dan fitur yang ada pada form 
tersebut. 
4. Deskripsi data yang berisi penjelasan tentang 
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2. Perancangan Sistem 
2.1 Sequence Diagram 




Gambar 1. Design Sequence Diagram : Main 
 
 
Pada tahap ini (Gambar 1) user menentukan pilihan pada 
antarmuka yang telah ditampilkan, terdapat 3 button 
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Gambar 2. Design Sequence Diagram : Encode 
 
 
Pada tahap ini user memilih proses encode (Gambar 2). 
User wajib melakukan inputan sesuai dengan perintah 
yang ditampilkan oleh sistem, yaitu : masukkan pesan, 
pilih gambar dengan cara menekan button browse, beri 
nama file LSB dan beri nama file EOF. Setelah 
terpenuhi, user menekan button process dan sistem akan 





Magister Teknik Informatika 
DPPL – BunglonApp 11/ 23 
Dokumen ini dan informasi yang dimilikinya adalah milik Program Studi Magister Teknik Informatika-UAJY dan 
bersifat rahasia. Dilarang untuk me-reproduksi dokumen ini tanpa diketahui oleh Program Studi Teknik 
Informatika 
 









Pada tahap ini user memilih proses decode (Gambar 3). 
Terlebih dahulu user harus memilih gambar yang ingin di 
decode dengan menekan button browse kemudian pilih 
gambar pada internal storage dengan folder bernama 
‘TESIS’ lalu tekan OK. Setelah memilih gambar kemudian 
user menekan butto process agar sistem dapat memproses 










Magister Teknik Informatika 
DPPL – BunglonApp 12/ 23 
Dokumen ini dan informasi yang dimilikinya adalah milik Program Studi Magister Teknik Informatika-UAJY dan 
bersifat rahasia. Dilarang untuk me-reproduksi dokumen ini tanpa diketahui oleh Program Studi Teknik 
Informatika 
 




Gambar 4. Class Diagram : BunglonApp 
 
 
2.3 Deskripsi Perancangan Persistence Data 
 Perangkat lunak SVA tidak membutuhkan media 
penyimpanan basis data. 
2.4 Spesifikasi Deskripsi Class Diagram 
2.4.1. Spesifikasi Deskripsi Class Main 
BunglonUI <<boundary>> 
 Pilihan : String 
 
Deskripsi 
Class BunglonUI.main adalah kelas yang berperan sebagai 
GUI untuk masuk ke pilihan proses, yaitu encode dan 
decode. 
Atribut 
 Pilihan : string 
Untuk merepresentasikan pilihan proses yang 
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2.4.2. Spesifikasi Deskripsi Class Encode 
EncodeUI <<boundary>> 
 Bitmap : Bitmap 
 Hidden Message : String 
+ Encode() 
+ Bitmap BitmapCarrier, BitmapStegano; 
+ String olahPesan,  panjangDataTextBinary, 
redValueBinary, greenValueBinary, blueValueBinary, 
redValueBinaryBaru, greenValueBinaryBaru, 
blueValueBinaryBaru; 
  + Int panjangDataText, panjangOffsetCarrier, pixel, 
redValue, greenValue, blueValue, redInt, greenInt, 
blueInt, myRgbColor; 
+ ImageView imageCarrier; 
 
Deskripsi 
Class Encode adalah kelas yang berperan sebagai GUI 
dari proses Encoding. 
Atribut 
 Bitmap : BitmapCarrier, BitmapStegano; 
Merepresentasikan gambar yang bertipekan Bitmap. 
 Hidden message : Merepresentasikan pesan rahasia 
yang akan disisipkan yang bertipekan String. 
Method 
 Encode() 
Konstruktor dari kelas encode tanpa atribut 
terdefinisi. 
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Fungsi untuk meng-encode string pesan ke dalam 
gambar bmp dengan tipe Bitmap. 
 PanjangDataText; 
Untuk menampung panjang teks pesan. 
 Pixel; 
Menampung dimensi gambar (lebar x tinggi). 
 RedValue; 
Menampung nilai bit unsur R pada pixel X. 
 GreenValue; 
Menampung nilai bit unsur G pada pixel X. 
 BlueValue; 
Menampung nilai bit unsur B pada pixel X. 
 redInt; 
Menampung nilai integer unsur R setelah di proses 
steganografi LSB. 
 GreenInt; 
Menampung nilai integer unsur G setelah di proses 
steganografi LSB. 
 BlueInt; 
Menampung nilai integer unsur B setelah di proses 
steganografi LSB. 
 MyRgbColor; 
Untuk total nilai RGB yang baru. 
 ImageCarrier; 
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2.4.3. Spesifikasi Deskripsi Class Decode 
DecodeUI <<boundary>> 
 Bitmap : Bitmap 
+ Decode() 
+ Bitmap BitmapCarrier, BitmapStegano; 
+ redValue, greenValue, blueValue 
+ redInt, greenInt, blueInt 




Class Decode adalah kelas yang berperan sebagai GUI 
dari proses Decoding. 
Atribut 




Konstruktor dari kelas decode tanpa atribut 
terdefinisi. 
 BitmapCarrier, BitmapStegano; 
Fungsi untuk meng-encode string pesan ke dalam 
gambar bmp dengan tipe Bitmap. 
 RedValue; 
Menampung nilai bit unsur R pada pixel X. 
 GreenValue; 
Menampung nilai bit unsur G pada pixel X. 
 BlueValue; 




Magister Teknik Informatika 
DPPL – BunglonApp 16/ 23 
Dokumen ini dan informasi yang dimilikinya adalah milik Program Studi Magister Teknik Informatika-UAJY dan 




Menampung nilai integer unsur R setelah di proses 
steganografi LSB. 
 GreenInt; 
Menampung nilai integer unsur G setelah di proses 
steganografi LSB. 
 BlueInt; 
Menampung nilai integer unsur B setelah di proses 
steganografi LSB. 
 ImageStegano; 
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3. Deskripsi Perancangan AntarMuka 
3.1 Antarmuka Use Case Main 
 
 
Gambar 5. Antarmuka Use Case Main 
 
Deskripsi 
 Dalam rancangan antarmuka ini (Gambar 5) 
diimplementasikan pada form BunglonApp.main. Terdapat 2 
button untuk memilih proses mana yang ingin dijalankan 




1. User memilih proses mana yang akan dilakukan 
dengan meng-klik button proses yang diinginkan. 
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3.2 Antarmuka Use Case Encode 
 
 
Gambar 6. Antarmuka Use Case Encode 
 
Deskripsi 
 Dalam rancangan antarmuka ini (Gambar 6) 
diimplementasikan pada form BunglonApp.Encode. Terdapat 
3 textbox pada antarmuka ini. Textbox untuk menuliskan 
hidden message dan kemudian memilih gambar yang 
diinginkan untuk menyisipkan hidden message dengan 
menekan button Browse. Textbox filename untuk 
memberikan nama file dan membedakan dua proses 
steganografi LSB dan EOF lalu menekan button Process 
dan kemudian akan tersimpan otomatis pada internal 
storage dengan nama folder TESIS. Terdapat empat 
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detil proses berdasarkan waktu proses dan ukuran file 
setelah steganografi. Button Info akan menampilkan cara 
proses encode, sedangkan Button Back akan kembali ke 
menu utama. 
Event 
1. User memasukkan hidden message. 
2. User memasukkan gambar yang akan di-encode.  
3. User memasukkan filename LSB dan EOF. 
4. User menekan tombol Process. 
5. Sistem akan mengecek apakah ada inputan yang belum 
lengkap. Jika sudah sesuai, maka sistem akan 
menjalankan proses encoding. Tetapi jika belum 
sesuai, maka sistem akan menampilkan Toast atau 
pesan peringatan bahwa data belum lengkap. 
6. Sistem akan menyimpan data hasil proses encoding 
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3.3 Antarmuka Use Case Decode 
 
 
Gambar 7. Antarmuka Use Case Decode 
 
Deskripsi 
 Dalam rancangan antarmuka ini (Gambar 7) 
diimplementasikan pada form BunglonApp.decode. Terdapat 
1 button Browse yang berfungsi untuk mengambil gambar 
hasil proses steganografi pada internal storage, 
kemudian terdapat 4 textbox yang berfungsi untuk 
menampilkan hidden message, tipe steganografi, waktu 
proses dan ukuran file setelah button Process ditekan. 
Event 
1. User memasukkan stego gambar yang akan di decode. 
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3. Sistem akan mengecek apakah stego gambar yang 
dimasukkan sesuai dengan spesifikasi system. Jika 
sudah sesuai, maka sistem akan menjalankan proses 
encoding. Tetapi jika belum sesuai, maka sistem 
akan menampilkan Toast atau pesan peringatan bahwa 
data belum lengkap. 
4. Sistem akan menampilkan hidden message yang 
tersembunyi dalam stego gambar. 
 
3.4 Antarmuka Form About 
 
Gambar 8. Antarmuka Form About 
Deskripsi 
Dalam perancangan antarmuka ini (Gambar 8) berisi 
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1. User memilih Form About. 
2. Sistem akan menampilkan antarmuka yang dipilih, 
yaitu mengenai aplikasi BunglonApp. 
 




Gambar 9. Antarmuka Form Info Encode 
 
Deskripsi 
Dalam perancangan antarmuka ini (Gambar 9) berisi 
informasi mengenai cara Encode. 
Event 
1. User menekan button info. 
2. Sistem akan menampilkan antarmuka yang dipilih, 
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3.6 Antarmuka Form Info Decode 
 
 
Gambar 10.  Antarmuka Form Info Decode 
 
Deskripsi 
Dalam perancangan antarmuka ini (Gambar 10) 
berisi informasi mengenai cara Decode. 
Event 
1. User menekan button info. 
2. Sistem akan menampilkan antarmuka yang dipilih, 
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