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Povzetek 
 
Namen prispevka 
Gospodarske poizvedbe so v slovenski teoriji in praksi še zmeraj precej nepoznan in malo 
raziskan pojav. Glavni cilj prispevka je opredelitev in seznanitev z različnimi zvrstmi 
gospodarskih poizvedb ter taktikami in metodikami dela gospodarskih poizvedovalcev. Poseben 
raziskovalni interes je namenjen empirični raziskavi na področju zaščite pred business 
intelligence v slovenskih poslovnih subjektih – ozaveščenosti podjetij/ usposobljenosti 
gospodarskih poizvedovalcev. Poleg tega je namen prispevka nakazati možnosti odkrivanja, 
preiskovanja in dokazovanja obravnavanih pojavov ter opozoriti na nujnost vzpostavitve 
zaščitnih mehanizmov, potrebnih za obvladanje negativnih pojavov. 
 
Metodologija 
Teoretično področje prispevka je zagotavljanje poslovne oziroma korporativne varnosti. Pri 
izdelavi prispevka so bile uporabljene naslednje metode:  
• diahrona (zgodovinska) in sinhrona (aktualna) analiza; 
• analiza in tolmačenje primarnih ter sekundarnih virov (pisnih in ustnih); 
• empirična raziskava in nestrukturirani intervju; 
• deskriptivni pristop, v njegovem okvirju pa metoda deskripcije, komparativna analiza 
ter metoda kompilacije.  
 
Ugotovitve 
1. Večina slovenskih poslovnih subjektov o zaščiti pred business intelligence ni ozaveščena. 
2. O pogostosti koriščenja storitev BI pri večini slovenskih podjetij ni mogoče govoriti. Pri 
samih vrstah storitev BI so podjetja selektivno koristila pretežno „zbiranje informacij“, nato 
„zaščita informacij“ ter zelo pogosto tudi „nobene“ vrste storitev. 
3. Najpogostejši ukrepi zaščite informacij v podjetjih so: pri kadrovskih ukrepih z 52,9 % 
„prizadevanje za dobro ozračje v delovnih okoljih“; najpogostejši organizacijski ukrep je s 73,5 
% „osebni pogovor z delavci – kaj sploh je PS, načela varovanja«; pri tehničnih ukrepih je 
najpogostejši s 50,5 % „obstoj ustreznega fizično/tehničnega varovanja z varnostniki ter 
napravami (alarmi idr.)«; pri pravnih ukrepih pa s 74,7 % „v pogodbo vključen člen o 
konkurenčni klavzuli«. 
4. Večje je podjetje, več sredstev vlaga v zgornje ukrepe za zaščito informacij. Večina 
slovenskih podjetij vlaga 1.000–10.000 (€/leto). Največ sredstev vlaga le šesta skupina 
(največjih) podjetij. 
5. Večina anketirancev „ne more oceniti“ usposobljenosti gospodarskih poizvedovalcev, kar je 
zaskrbljujoče. Največ podjetij bi (ob ustreznejši usposobljenosti poizvedovalcev BI) od vrst 
storitev tudi v bodoče najpogosteje koristilo „zbiranje informacij“ in „zaščito informacij“.  
 
Omejitve/uporabnost raziskave 
Omejitve prispevka so predvsem pri zbiranju slovenske literature (ta je pomanjkljiva in 
neraziskana) na omenjeno temo ter vprašanje verodostojnosti virov (anketiranih vodilnih 
kadrov). Večje ovire pri izvedbi raziskave bodo predstavljale tudi zahteve po varovanju osebnih 
ter tajnih podatkov (informacij), poslovnih in drugih skrivnosti gospodarskih subjektov. Pri 
empirični raziskavi ne bodo vsebovana konkretna imena poslovnih subjektov (firma). Zaradi 
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obsežnosti tematike v prispevek niso vključeni vsi predlogi za izboljšanje stanja. Nadaljnje 
raziskave naj pokažejo jasnejšo sliko o sami škodi zaradi napadov BI (€/leto, število primerov), 
tudi kot posledica gospodarske krize. 
 
Praktična uporabnost 
Prispevek ponuja nov svež pogled na stanje gospodarskih poizvedb v Sloveniji. Namenjen je 
širšemu krogu strokovnjakov, zaposlenih v gospodarskih družbah, državnih organih (organih 
pregona) ter vseh inštitucijah, ki delujejo (ne)posredno na področju poslovne/gospodarske 
varnosti na mikro- ter makroravni. Ugotovitve prispevka so lahko praktično uporabne pri 
vzpostavitvi varnostnega sistema v gospodarskih družbah, lahko pa so tudi vir teoretičnega 
študija na področju zagotavljanja poslovne oziroma korporativne varnosti. Omenjeni prispevek 
je uporaben tudi v klasični obveščevalno varnostni dejavnosti, hkrati pa je podana možnost za 
razbijanje nekaterih družbenih mitov in javne predstave o vlogi obveščevalne dejavnosti kot 
zgolj klasični obliki obveščevalne dejavnosti državnih, vojaških varnostno-obveščevalnih služb. 
Prispevek lahko s svojo interdisciplinarnostjo in umestitvijo opisanih taktik in metodik v 
kriminalistični okvir vpliva tudi na uspešnost kazenskega postopka (z dokazno težo v sodnem 
postopku), predvsem pri pregonu kaznivih dejanj zoper gospodarstvo v slovenskem prostoru. 
 
Izvirnost/pomembnost prispevka 
Prve raziskave v Sloveniji na tem področju so že starejše od 10 let. Izvirni prispevek temelji na 
najnovejši empirični raziskavi v slovenskih (izvoznih) podjetjih ter je na svojem področju eden 
izmed redkejših. Za slovenske razmere tako predstavlja paradigmo, ki se na znanstveno 
relevanten način ukvarja s praktičnimi ter teoretičnimi vidiki gospodarskih poizvedb. 
 
Ključne besede: poslovno obveščevalna dejavnost, vohunstvo, preiskovanje, gospodarske 
poizvedbe, varnost informacij, taktike, metodike, business intelligence 
 
 
1 Uvod 
 
Dandanes temelji varnost podjetja na njegovi sposobnosti priboriti si dostop do informacij, 
predelavi teh informacij v znanje ter pravočasnem oblikovanju in pravilni uporabi tako sprejete 
strateške odločitve (Vrenko, 1998: 11). V tem prispevku želim opozoriti še na dvoje: na premik 
OD (obveščevalne dejavnosti) iz nekoč primarno vojaško usmerjene dejavnosti v gospodarsko 
poizvedovanje in obveščanje, ter na preobrazbo OD kot državnega monopola v privatizacijo le-
te, kar ima posledico na taktiko in metodiko dela gospodarskih poizvedb (Vrenko, 1998: 5). 
 
Hitri in globalni tehnološki napredek sili tako podjetja kot države, da s pomočjo gospodarskih 
poizvedb (ustrezne OD) ustvarijo nove ter krepijo svoje obstoječe konkurenčne prednosti. 
Slovenija si doslej v sodobnih trendih preusmerjanja discipline OD na področje ekonomije in 
menedžmenta še ni izborila ustreznega mesta v teoriji in znanstvenih razpravah (v praksi je 
stanje nekoliko boljše). V Sloveniji so ostale gospodarske poizvedbe premalo priznane in 
vrednotene ter zato podcenjene (Vrenko, 1998: 6 - 7). 
 
Razlog, da v Sloveniji področje gospodarskih poizvedb šele dobiva pravo veljavo, je tudi 
sorazmerno majhna in zaprta ekonomija, pomanjkanje tradicije konkurenčnega okolja, desetletja 
orientiranosti k trgom bivše Jugoslavije in počasen prenos novih znanj iz tujine (Peruško, 2006: 
29). Od osamosvojitve naprej pa so slovenska podjetja predvsem zaradi majhnosti domačega 
trga prisiljena izvažati na tuje trge, kjer se kosajo s hudo konkurenco. Če bodo želela (p)ostati 
uspešni izvozniki, bodo morala v prihodnje prisluhniti tudi prednostim, ki jih ponuja 
gospodarsko poizvedovanje.  
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Razvrstitev gospodarskih poizvedb (sicer sorodnih zvrsti) je možna glede na različne kriterije 
(npr. vrsto, raven ter način in subjekte izvajanja). Tako lahko npr. vrste gospodarskih poizvedb 
delimo na (Dvoršak, 2003: 7 - 8): 
 Business Intelligence – BI (poizvedbe o poslovanju…): lahko opredelimo kot zbiranje, 
organiziranje in uporabo poslovnih informacij na legalen in etičen način. BI je lahko orodje 
managementa za pridobivanje ključnih, često skritih informacij, potrebnih za odločanje. Ob tem 
je nujno razlikovati med pojmoma Business Intelligence, ki je legalno, in Business Espionage, 
ki pa je protizakonito. Razlika je v metodah zbiranja in ciljih zbiranja informacij; 
 Competitive Intelligence – CI (poizvedbe o konkurenci…): je zbiranje informacij iz javno 
dostopnih virov o konkurenci, njenih namerah, ciljih, njenem trženju ipd. S temi informacijami  
lahko naročnik prilagaja svojo strategijo ter uspešno prepreči prizadevanja konkurence, da mu 
zmanjša tržno nišo ali ga celo v celoti izrine z določenega tržišča;  
 Industrial Intelligence – II (poizvedbe o proizvodnji …): lahko definiramo kot zbiranje 
podatkov o proizvodnji s pomočjo zakonitih metod in sredstev. Glavni cilj je ugotavljanje 
tehnoloških postopkov, strategije, ciljev in zmogljivosti posameznega subjekta. Pogosto tudi 
ugotavlja nezakonite proizvodnje izdelkov in kršenje industrijske lastnine - patentov;  
 Due Diligence (skrbno preverjanje dobrega gospodarja…): je natančno usmerjeno 
poizvedovanje o točno opredeljenih stvareh, čeprav je sam pojem vseobsegajoč. Due diligence 
najpogosteje naroča nekdo, ki prevzema ali kupuje večje podjetje (industrijski obrat, banko, 
zavarovalnico idr.) ali lastniški delež, blagovno znamko, nepremičnino, športni klub itn. Zato so 
poizvedbe, ki se skrivajo pod tem izrazom, lahko zelo raznovrstne. Običajno pa pojem obsega 
preverjanje različnih segmentov (količinski in kakovostni dejavniki bonitete) podjetja. Gre za 
izredno občutljive poizvedbe, saj se na njihovi osnovi naročnik pogosto odloča o nakupu 
podjetja, sklenitvi pogodbe o sovlaganju ipd. Naročnik zaradi nepopolnih/ netočnih informacij 
tako lahko sklene slab posel (Dvoršak, 2002: 208); 
 Marketing Intelligence – MI (marketinške poizvedbe ...): Marketinške poizvedbe lahko 
pojmujemo kot strukturirano interaktivno celoto oseb, naprav in procesov, ki so oblikovani za 
zagotavljanje rednega dotoka informacij. Le-te so zbrane tako od notranjih kot tudi zunanjih 
virov z namenom osnovnega odločanja na specifičnih področjih trženjskega managementa 
(Dedijer v Žaže, 2007: 77); idr. 
 
2 Analiza »Zaščita pred business intelligence v republiki Sloveniji«- cilji, potek in 
ugotovitve raziskave 
 
V Sloveniji je doslej bilo premalo publikacij in strokovnih razprav na temo gospodarskih 
poizvedb. Za anketo smo se odločili s ciljem poiskati odgovore na 5 ključnih vprašanj: 
1. ali so slovenski poslovni subjekti ozaveščeni glede zaščite pred BI dejavnostjo ozr. ali 
poznajo ter izvajajo taktike in metodike gospodarskih poizvedb? 
2. kako pogosto in katere storitve (tatktike in metodike – zaščita, zbiranje, obdelava in analiza, 
razširjanje informacij) gospodarskih poizvedovalcev koristijo slovenska podjetja? 
3. s katerimi ukrepi (kadrovski, organizacijski, tehnični, pravni) domača podjetja najpogosteje 
varujejo/ ščitijo svoje informacije? 
4. koliko sredstev (€/leto) vlagajo v zgornje ukrepe/ storitve za zaščito informacij? 
5. ter kako dobro so slovenski gospodarski poizvedovalci (po mnenju domačih poslovnih 
subjektov) usposobljeni za svoje delo in morebiten vpliv tega na bodoče povpraševanje po 
njihovih vrstah storitev?  
 
Anketa je potekala od 7.4.2008 do 7.7.2008. Vprašalnike smo poslali 657 podjetjem.  
Odgovorilo je 105 podjetij (16 %). Sodelovali so direktorji, predsedniki uprav, člani uprav ter 
direktorji ali vodje oddelkov. S spletnim programom Surveymonkey 
(http://www.surveymonkey.com/) smo obdelali podatke 104 pravilno izpolnjenih vprašalnikov 
(15,8 % vseh poslanih).  
 4 
Najostrejši konkurenčni boji so prav v mednarodni menjavi, zato smo pri selekciji podjetij  
uporabili podatkovno bazo slovenskih izvoznikov – SLOEXPORT (www.sloexport.si/) . Tako 
smo pripravili spisek in izbrali vzorec slovenskih izvoznikov (dne 17.1.2008) po naslednjih 
kriterijih:  
 export share in income: „51 – 80 %“ ter „more than 80 %“; 
 source of capital: „domestic“. 
 
Nastali vzorec podjetij je tako dovolj velik in raznolik: zajema namreč 104 slovenskih izvoznih 
podjetij različnih velikosti, osnovnih dejavnosti, prihodkov od izvoza, števila zaposlenih, let 
obstoja idr. Ocenili bomo, ali so pridobljeni rezultati relevanten in relativno verodostojen 
pokazatelj dejanskega stanja na področju zaščite pred BI dejavnostjo. Kljub anonimnosti ankete 
pa obstaja potencialna nevarnost v morebitni odvisnosti odgovorov od tega, kdo od zaposlenih 
(direktor, drugi vodilni) je izpolnjeval vprašalnik. Velikokrat namreč vodilni v podjetju (in 
drugi zaposleni) ali težko priznajo pomanjkljivosti ali pa se niti ne zavedajo svoje 
neozaveščenosti na varnostnem področju!  
Izidi kažejo, da je anketa v veliki meri odgovorila na zastavljena vprašanja in tako zadostila 
svojemu temeljnemu cilju. Najpomembnejše ugotovitve ankete (rezultate in grafične prikaze 
glej tudi v prilogi 10.1 na http://dkum.uni-mb.si/Dokument.php?id=7965) strnemo v 
nadaljevanju. 
 
2.1 Ozaveščenost slovenskih poslovnih subjektov glede zaščite pred BI  
 
Večina slovenskih poslovnih subjektov glede zaščite pred BI dejavnostjo ni ozaveščena.  
Pretežni del podjetij kljub poznavanju BI dejavnosti (nevarnosti ipd.) namreč nikoli ni ali pa je 
le redko koristil storitve BI (glej tudi poglavje 6.2 na http://dkum.uni-
mb.si/Dokument.php?id=7965): 
 v prid ozaveščenosti govorijo predvsem dejstva (odgovori na vpr. 2.f, 3.a, 4.a,b), da:  
• 90,4 % anketirancev pod pojmom gospodarski poizvedovalec razume „specialista za 
poizvedbe o gospodarskih subjektih“ (glej sliko 1 – točko 2 spodaj); 
 
 
Slika 1: Kaj razumete pod gospodarski poizvedovalec (strokovnjak za business intelligence-
BI)? 
• 94,2 % podjetij „ve“, kaj je poslovna špijonaža (glej sliko 2 – točko 3 spodaj);  
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Slika 2: Ali veste, kaj je poslovna špijonaža (business intelligence)? 
 
• 57,7 % vprašanih ocenjuje BI kot „zelo nevarno“ (glej sliko 3 – točko 4 spodaj). 
 
 
Slika 3: Ali je lahko nevarna? 
 
 proti ozaveščenosti pa govorijo podatki (odgovori na vprašanja 6.b, 8.c, 13.a, 14.c, č), da: 
• 51 % anketirancev „ni zaznalo“ BI - tudi zaradi nezadostne ozaveščenosti (glej sliko 4 –
točko 6 in sliko 5 točko 8 spodaj);  
 
 
Slika 4: Ali ste v podjetju sploh kdaj zaznali BI? 
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Slika 5: Če ste na 6. odgovorili z NE: zakaj doslej niste zaznali BI? 
 
 
• 14,4 % podjetij vlaga „0“ (€/ leto) v ukrepe za zaščito informacij (glej sliko 6 - točko 13); 
 
 
 
Slika 6: Koliko sredstev (€/ leto) vlagate v zgornje ukrepe/ storitve za varovanje/ zaščito 
informacij? 
 
 
• 48,1 % vprašanih ni „nikoli“ koristilo storitve strokovnjaka za BI; 37,5 % podjetij pa le 
„redko“ (glej sliko 7 – točko 14 spodaj). Med zbranimi podatki so ti najbolj alarmantni in 
odpirajo številna vprašanja.  
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Slika 7: Kako pogosto ste koristili storitve strokovnjaka za gospodarske poizvedbe?  
 
Ko podjetja obravnavamo ločeno (skupine do 10, 11-50, 51-100, 101-250, 251-500 ter nad 500 
zaposlenih) lahko ugotovimo, da:  
 v prid ozaveščenosti govorijo predvsem dejstva (odgovori na vpr. 2.f, 3.a, 4.a,b), da:  
• večina anketirancev (vsi nad 80 % pri vseh 6 skupinah zaposlenih) pod pojmom 
gospodarski poizvedovalec razume „specialista za poizvedbe o gospodarskih subjektih“; 
• večina podjetij (vsa nad 90 % pri vseh 6 skupinah) „ve“, kaj je poslovna špijonaža;  
• večina vprašanih (vsi nad 40 % pri vseh 6 skupinah) ocenjuje BI kot „zelo nevarno“; 
 proti ozaveščenosti pa govorijo podatki (odgovori na vprašanja 6.b, 8.c, 13.a, 14.c, č), da: 
• so anketiranci, ki „niso zaznali“ BI – tudi zaradi nezadostne ozaveščenosti: 
 57,1 % podjetij s 11 – 50 zaposlenimi ter  
 60 % podjetij s 51 – 100 zaposlenimi.  
• 5 od 6 skupin podjetij vlaga tudi „0“ (€/ leto) v ukrepe za zaščito informacij. Z rastjo 
števila zaposlenih nekako tudi pada pojav „nevlaganja“ v ukrepe za varovanje/ zaščito 
informacij (glej tudi podpoglavje 6.4 na http://dkum.uni-mb.si/Dokument.php?id=7965)! 
• prve 4 skupine (manjših) podjetij največkrat „nikoli“ niso koristile BI storitve; le 2 
skupini (največjih) podjetij pa sta „redko“ koristili storitve (glej podpoglavje 6.2). 
 
2.2 Pogostost koriščenja in vrste koriščenih BI storitev 
 
O pogostosti koriščenja BI storitev pri večini slovenskih podjetij ni mogoče govoriti.  
Stanje je celo alarmantno pri prvih 4 skupinah (manjših) podjetij, ki „nikoli“ niso koristile BI 
storitve! Za spoznanje boljši sta le peta in šesta skupina (največjih) podjetij, ki sta vsaj „redko“ 
koristili tovrstne storitve. Pri samih vrstah storitev pa so podjetja selektivno koristila pretežno 
„zbiranje informacij“, nato „zaščita informacij“ ter zelo pogosto tudi „nobene“ vrste storitev: 
 precej negativno sliko kažejo podatki (odgovori na vprašanja 14.c, č ter 15.e), da:  
• 48,1 % vprašanih ni „nikoli“ ter 37, 5 % podjetij je le „redko“ koristilo storitve 
strokovnjaka za BI (glej sliko 7 – točko 14 zgoraj). Gre za alarmantne podatke v anketi, kar 
odpira številna vprašanja.  
• od samih vrst BI storitev (glej sliko 8 – točko 15 spodaj) so podjetja selektivno koristila 
(možnost 3 odgovorov): 
 najpogosteje (42,0 %) „zbiranje informacij“, 
 nato (39,0 %) “varovanje informacij“ ter 
 celo tudi (35,0 %) „nobene“ vrste storitev.  
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Slika 8: Katere storitve (taktike, metodike) gospodarskih poizvedovalcev ste že koristili? 
 
Ko podjetja obravnavamo ločeno (skupine do 10, 11-50, 51-100, 101-250, 251-500 ter nad 500 
zaposlenih) lahko ugotovimo:  
 alarmantno stanje (odgovori na vpr. 14.c) pri  4 manjših skupinah, ki največkrat: 
• „nikoli“ niso koristili storitve strokovnjaka za BI. To je:  
 47,8 % podjetij z do 10 zaposlenimi; 
 66,7 % podjetij z 11-50 zaposlenimi; 
 40 % podjetij z 51-100 zaposlenimi; 
 50 % podjetij z 101-250 zaposlenimi; 
 za spoznanje boljše stanje (vpr. 14.č, 15.) pri 2 večjih skupinah podjetij, ki so največkrat: 
• le „redko“ koristila storitve strokovnjaka za BI. To je: 
 53,8 % podjetij z 251-500 zaposlenimi; 
 50,0 % podjetij z nad 500 zaposlenimi. 
• takrat so najpogosteje koristila: 
 „zbiranje informacij“ pri 46,2 % podjetij z 251-500 zaposlenimi ter  
 „varovanje informacij“ pri 58,3 % podjetij z nad 500 zaposlenimi. 
 
V zvezi s tem se postavlja vprašanje, zakaj večina anketirancev ni „nikoli“ ali pa je le „redko“ 
koristila BI storitve? Ali so morda razlogi za to visoka cena storitve; nezaupanje 
v usposobljenost in poštenost izvajalcev; ali pa preprosto podcenjevanje nevarnosti BI (čeprav 
večina trdi, da pozna BI ter se zaveda nevarnosti – odgovori 2.f, 3.a in 4.a,b.)? 
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2.3 Najpogostejši ukrepi za varovanje/ zaščito informacij v podjetjih 
 
Najpogostejši ukrepi zaščite informacij v podjetjih (odgovori na vpr. 9, 10, 11, 12) so: 
 pri kadrovskih ukrepih z 52,9% „prizadevanje za dobro ozračje v delovnih okoljih“ (glej 
sliko 9 – točko 9 spodaj); 
 
 
 
Slika 9: S katerimi kadrovskimi ukrepi ste poskrbeli za varovanje/ zaščito zaupnih podatkov? 
 
 in najpogostejši organizacijski ukrep je z 73,5 % (75 od 102 podjetij) „osebni pogovor z 
delavci – kaj sploh je PS, načela varovanja« (glej sliko 10 – točko  10 spodaj); 
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Slika 10: S katerimi organizacijskimi ukrepi ste poskrbeli za varovanje/ zaščito informacij? 
 
 
 pri tehničnih ukrepih je najpogostejši z 50,5% „obstoj ustreznega fizično/ tehničnega  
varovanja z varnostniki ter napravami (alarmi idr.)« (glej sliko 11 – točko 11 spodaj); 
 
 pri pravnih ukrepih pa z 74,7% „v pogodbo vključen člen o konkurenčni klavzuli« (glej sliko 
12 – točko 12 spodaj). 
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Slika 11: S katerimi tehničnimi ukrepi ste poskrbeli za varovanje/ zaščito informacij?  
 
 
Slika 12: S katerimi pravnimi ukrepi ste poskrbeli za varovanje/ zaščito informacij?  
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2.4 Naložbe (€/ leto) v ukrepe/ storitve za zaščito informacij 
 
Večje je podjetje, več sredstev vlaga v zgornje ukrepe za zaščito informacij. Večina slovenskih 
podjetij pa vlaga 1.000 – 10.000 (€/ leto). Največ sredstev vlaga le šesta skupina (največjih) 
podjetij (glej tudi sliko 6 - točko 13 zgoraj): 
 0 (€/ leto) vlaga 14,4 %; 
 do 1.000  investira 36,5 %; 
 1.000 – 10.000 vlaga 38,5 % - torej največ podjetij; 
 10.000 – 100.000 investira 8,7 %; 
 100.000 – 1 mio vlaga 1,9 % - torej najmanj podjetij. 
 
Ko podjetja obravnavamo ločeno (skupine do 10, 11-50, 51-100, 101-250, 251-500 ter nad 500 
zaposlenih) lahko ugotovimo:  
 da 0 (€/ leto) investira: 
• 34,8 % podjetij z do 10 zaposlenimi – torej največ podjetij; 
• 14,3 % podjetij z 11-50 zaposlenimi; 
• 6,7 % podjetij z 51-100 zaposlenimi; 
• 10,0 % podjetij z 101-250 zaposlenimi; 
• 7,7 % podjetij z 251-500 zaposlenimi; 
• 0,0 % podjetij  nad 500 zaposlenimi – torej nobeno podjetje. 
 da do 1.000 (€/ leto) vlaga: 
• večina (52,2 %) podjetij z do 10 zaposlenimi; 
• večina (52,4 %) podjetij z 11-50 zaposlenimi; 
 da 1.000 – 10.000 (€/ leto) investira: 
• večina (53,3 %) podjetij z 51-100 zaposlenimi;  
• večina (50,0 %) podjetij z 101-250 zaposlenimi;  
• večina (69,2 %) podjetij z 251-500 zaposlenimi;  
 da 10.000 – 100.000 (€/ leto) vlaga: 
• večina (50,0 %) podjetij z nad 500 zaposlenimi; 
 da 100.000 – 1 mio (€/ leto) investira: 
• le 2 (16,7 %) podjetji z nad 500 zaposlenimi. 
 
2.5 Usposobljenost slovenskih gospodarskih poizvedovalcev in vpliv tega na 
bodoče povpraševanje po njihovih vrstah storitev 
 
Večina anketirancev „ne more oceniti“ usposobljenosti gospodarskih poizvedovalcev, kar je 
zaskrbljujoče. Največ podjetij bi (ob ustreznejši usposobljenosti BI poizvedovalcev) od vrst 
storitev tudi v bodoče najpogosteje koristilo „zbiranje informacij“ in „zaščito informacij“ 
(enako kot v poglavju 6.2 na http://dkum.uni-mb.si/Dokument.php?id=7965 !), čedalje manj 
podjetij pa „nobene storitve“. Vse vrste storitev bi v prihodnje (ob ustreznejši usposobljenosti 
BI poizvedovalcev) doživele porast povpraševanja, kar pogojno predstavlja dodatno priložnost 
BI poizvedovalcem! 
 zaskrbljujoče je stanje (glej sliko 13 – točko 16 spodaj), da:  
• 71,2 % anketirancev „ne more oceniti“ usposobljenosti gospodarskih poizvedovalcev; 
 od vrst BI storitev bi podjetja v prihodnje najpogosteje koristila (glej sliko 14 - točko 17 a in 
b spodaj): 
 (56,9 %) „zbiranje informacij“; 
 nato (54,9 %) “varovanje informacij“. 
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Slika 13: Ocenite usposobljenost SLO gospodarskih poizvedovalcev! 
 
 
 
Slika 14: Katere storitve bi v prihodnje ob ustreznejši usposobljenosti gospodarskih 
poizvedovalcev najpogosteje koristili? 
 
 kot pozitivno lahko tolmačimo dejstva (primerjava odgovorov na vprašanji/ točki 15 in 17 – 
glej zgoraj): 
• morebitne rasti povpraševanja po vseh vrstah BI storitev (možnost 3 odgovorov): 
 zbiranje informacij: od 42,0 % na 56,9 %; 
 zaščita informacij: od 39,0 % na 54,9 %; 
 obdelava informacij: od 11,0 % na 29,4 % (za skoraj 300 % rast); 
 izdelava obsežne podatkovne baze: od 6,0 % na 16,7 % (za skoraj 300 % rast); 
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 razširjanje informacij: od 2,0 % na 16,7 % (za več kot 800 % rast!);  
• morebitnega padca deleža „nobena storitev“: od 35,0 % na 9,8 % (za več kot 300 %). 
 
Ko podjetja obravnavamo ločeno po „številu zaposlenih“ v njih, lahko: 
 ugotovimo zaskrbljujoče stanje (glej odgovori na vprašanje/ točko 16.a), da je:  
• „NE vem, ne morem oceniti“ kot najpogostejši odgovor izbralo vseh 6 skupin: 
 69,6 % z do 10 zaposlenimi; 
 76,2 % z 11 – 50; 
 66,7 % z 51 – 100; 
 80,0 % z 101 – 250; 
 61,5 % z 251 – 500; 
 66,7 % z nad 500 zaposlenimi. 
 
 od vrst BI storitev bi podjetja v prihodnje najpogosteje koristila (možnost 3 odgovorov!): 
• „zbiranje informacij. To so podjetja:  
 54,5 % z do 10 zaposlenimi; 
 78,6 % z 51-100 zaposlenimi ter 
 46,2 % z 251-500 zaposlenimi. 
• „varovanje informacij“. To so podjetja:  
 71,4 % z 11-50 zaposlenimi;  
 75,0 % z 101-250 zaposlenimi; 
 46,2 % z 251-500 zaposlenimi ter 
 58,3 % z nad 500 zaposlenimi.  
•  „obdelavo informacij“. To je skupina: 46,2 % z 251-500 zaposlenimi;  
• „izdelava obsežne podatkovne baze“ ter „razširjanje informacij“ pa pri nobeni skupini 
podjetij ni med najpogosteje koriščenimi vrstami BI storitev.  
 kot pozitivno tolmačimo dejstva (primerjava odgovorov na vprašanji/ točki 15. in 17.): 
• morebitne rasti povpraševanja po vseh vrstah BI storitev pri skoraj vseh 6 skupinah 
podjetij (primerjava podatkov je navedena od 1. do 6. po naraščajočem številu zaposlenih v 6 
skupinah podjetij): 
 zbiranje informacij: 1. (40,9 %/ 54,5 %); 2. (40,0 %/ 52,4%); 3. (69,2 %/ 78,6 %); 4. 
(25,0 %/ 60,0 %); 5. (46,2 %/ 46,2 %); 6. (41,7 %/ 50,0 %). 
 zaščita informacij: 1. (27,3 %/ 27,3 %); 2. (30,0 %/ 71,4 %); 3. (53,8 %/ 50,0 %); 4. 
(45,0 %/ 75,0 %); 5. (38,5 %/ 46,2 %); 6. (50,0 %/ 58,3 %). 
 obdelava informacij: 1. (18,2 %/ 22,7 %); 2. (5,0 %/ 14,3 %); 3. (7,7 %/ 35,7 %); 4. 
(10,0 %/ 25,0 %); 5. (7,7 %/ 46,2 %); 6. (16,7 %/ 50,0 %). 
 izdelava obsežne podatkovne baze: 1. (13,6 %/ 22,7 %); 2. (5,0 %/ 14,3 %); 3. (0,0 %/ 
7,1 %); 4. (0,0 %/ 15,0 %); 5. (0,0 %/ 23,1 %); 6. (16,7 %/ 16,7 %). 
 razširjanje informacij: 1. (0,0 %/ 18,2 %); 2. (0,0 %/ 4,8 %); 3. (7,7 %/ 14,3 %); 4. 
(5,0 %/ 20,0 %); 5. (0,0 %/ 23,1 %); 6. (0,0 %/ 25,0 %). 
• morebitnega padca deleža odgovorov „nobena storitev“ pri vseh 6 skupinah podjetij 
(primerjava podatkov je navedena od 1. do 6. po naraščanju števila zaposlenih v 6 skupinah 
podjetij): 1. (45,5 %/ 18,2 %); 2. (40,0 %/ 14,3 %); 3. (15,4 %/ 0,0 %); 4. (40,0 %/ 5,0 %); 5. 
(30,8 %/ 7,7 %); 6. (25,0 %/ 8,3 %). 
 
Tudi tukaj se pojavlja kar nekaj vprašanj: 
 Posledica česa je tako visok odstotek (71,2%) „nezmožnosti ocenjevanja“ usposobljenosti 
gospodarskih poizvedovalcev? Morda posledica nepoznavanja njihovega delovnega podočja, 
nezaupanja do discipline nasploh ali česa drugega?  
 Zakaj bi vse vrste BI storitev v prihodnje (ob ustreznejši usposobljenosti BI poizvedovalcev!) 
doživele porast povpraševanja, padel pa bi tudi delež odgovorov „nobena storitev“? Saj vendar 
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večina anketirancev „ne more oceniti“ niti trenutne usposobljenosti BI poizvedovalcev, kaj šele 
ustreznejše v bodočnosti? 
 Zanimivo je, da 9,8 % vseh podjetij (večinoma so iz skupine z do 10 ter z 11-50 zaposlenimi) 
tudi ob ustreznejši usposobljenosti gospodarskih poizvedovalcev ne bi koristilo „nobene“ 
storitve. Zakaj? Ali so morda razlog za to spet visoka cena storitve; nezaupanje do 
usposobljenosti in poštenosti izvajalcev; ali pa podcenjevanje nevarnosti BI?  
 
3 Sklepne misli in pogled v prihodnost 
 
O pravi ozaveščenosti, ki poleg teoretičnega „poznavanja“ nujno vključuje tudi praktično 
„izvajanje/ koriščenje“ vseh BI storitev (taktik, metodik, ukrepov) torej v večini naših podjetij 
sploh ni mogoče govoriti. Tudi o pogostosti koriščenja BI storitev pri večini slovenskih podjetij 
nikakor ni mogoče govoriti. Stanje je celo alarmantno pri prvih 4 skupinah (manjših) podjetij, ki 
„nikoli“ niso koristile BI storitve! Za spoznanje boljši sta le 5. in 6. skupina (največjih) podjetij, 
ki sta vsaj „redko“ koristili tovrstne storitve. Pri različnih BI storitvah (taktike, metodike, 
ukrepi) pa so podjetja selektivno koristila pretežno „zbiranje informacij“, nato „zaščito 
informacij“ ter zelo pogosto tudi „nobene“ vrste storitev. Večina anketirancev „ne more oceniti“ 
usposobljenosti gospodarskih poizvedovalcev, kar je zaskrbljujoče. (Ne)ustrezna usposobljenost 
gospodarskih poizvedovalcev v sami anketi tako ni potrjena.  
 
Odpravljanja problemov se je torej treba lotiti večstransko in z različnimi ukrepi:  
 v vodstvih slovenskih podjetjih ni niti strokovnjakov niti zaposlenih za BI področje, ki kakor 
da ne potrebuje posebnega znanja ali ljudi. Zaposlene v slovenskih podjetjih je zato treba redno 
in na različne načine aktivno osveščati, da je poleg teoretičnega „poznavanja“ nujno potrebno 
tudi praktično „izvajanje/ koriščenje“ vseh BI storitev (taktik, metodik, ukrepov). Zasebni 
obveščevalni subjekti kot tudi ustanove državne in javne uprave (SOVA, MG, MZZ, JAPTI, 
URSIL SID, GZS, OZS, univerze, idr.) bi lahko izvajali potrebna izobraževanja, kar so nekateri 
(GZS) v preteklosti že poskušali, a se na trgu žal ni prijelo. Tudi izdaja brošure kot npr. na 
Ministrstvu za notranje zadeve nemške zvezne dežele NRW 
(http://www.im.nrw.de/sch/doks/vs/wirtschaftsspionage.pdf) bi imela pozitivne učinke. 
 slovenske gospodarske poizvedovalce pa je treba še bolje usposobiti ter ustrezno tehnično 
opremiti. Tudi tu vidim priložnost za zgoraj omenjene zasebne obveščevalne subjekte in 
državne ustanove. Z uresničevanjem podobnega programa kot je to že storil FBI (program 
ANSIR) bi tudi v Sloveniji lahko posredovali informacije potencialnim žrtvam kraje tehnologije 
ter občutljivih poslovnih informacij. Koordinatorji bi na podlagi izkušenj drugih podjetij učili 
predstavnike industrije, varnostne svetovalce in izvršilne delavce o ranljivosti podjetij, o 
vohunskih tehnikah, taktikah in metodikah ter o oblikah obrambe. 
 
Za daljno prihodnost gospodarske OD v Sloveniji napovedujem povečanje potreb gospodarstva 
po informacijah, nadaljnjo privatizacijo gospodarske OD, povečanje števila zasebnih 
obveščevalnih subjektov za področje gospodarstva, razvoj tehnološko kompleksnejših sredstev 
in novih taktik ter metodik gospodarskih poizvedb. Žal so razvojni zaostanki te discipline v 
Sloveniji precejšnji: primanjkuje specializiranih ponudnikov BI (CI) storitev, programske 
opreme, svetovalcev, specializiranih BI (CI) tečajev in literature. Trenutno se s to tematiko ne 
ukvarja skoraj nihče. V bližnji prihodnosti ne kaže pričakovati bistvenih sprememb na boljše, 
zato bo dohitevanje razvitejših držav/podjetij (pre)počasno.  
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