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Universitas Islam Negeri (UIN) Alauddin Makassar adalah salah satu pengguna 
jaringan komputer dengan lebih dari satu gedung yang saling terhubung ke jaringan 
luar kampus. Infrastruktur jaringan Pustipad menyediakan perangkat jaringan, media 
transmisi dan layanan akses internet di UIN Alauddin Makassar agar seluruh user dapat 
terhubung dengan pengguna lainnya di ruang lingkup universitas. Dengan banyaknya 
perangkat jaringan dan media transmisi yang menghubungkan antar user, network 
administrator mengalami kesulitan untuk selalu memeriksa keadaan perangkat 
jaringan yang ada apakah perangkat jaringan tersebut saling terhubung atau tidak. 
Tersebarnya perangkat disetiap gedung juga membuat proses pengawasan perangkat 
menjadi sulit. Pengawasan yang rutin dibutuhkan agar dapat mengetahui kondisi 
perangkat jaringan terutama pada perangkat access point.. Berdasarkan latar belakang 
tersebut peneliti bertujuan merancang dan membangun sistem Monitoring Access Point 
berbasis Web pada kampus II UIN Alauddin Makassar sehingga dapat mempermudah 
network administrator untuk memonitoring perangkat Access Point yang digunakan. 
Perancangan dalam membangun sistem ini terbagi atas data flow diagram, 
perancangan tabel, flowchart, dan perancangan antarmuka. Jenis penelitian yang 
digunakan adalah penelitian lapangan kualitatif eksperimental, yang bersifat deskriptif. 
Penelitian ini menggunakan metode pengumpulan data observasi, studi literatur, dan 
observasi. Metode perancangan yang digunakan adalah waterfall dan teknik pengujian 
yang digunakan adalah whitebox dan blackbox. Hasil uji coba menunjukkan bahwa 
aplikasi ini dapat membantu masyarakat dalam proses berkirim pesan yang lebih 
singkat, cepat, dan mudah, dengan memanfaatkan fitur speech recognition dan text to 
speech. Kesimpulan yang dapat ditarik berdasarkan hasil uji coba adalah bahwa tujuan 
penelitian telah berhasil dicapai dan sistem ini dapat mempermudah network 









          
A. Latar Belakang Masalah 
Universitas Islam Negeri (UIN) Alauddin Makassar adalah salah satu pengguna 
jaringan komputer dengan lebih dari satu gedung yang saling terhubung ke jaringan 
luar kampus. Setiap mahasiswa yang terhubung pada jaringan kampus dapat 
mengakses internet dengan berbagai jenis kebutuhan, baik informasi dari dalam 
kampus maupun lembaga-lembaga yang bekerja sama dengan pihak universitas. 
  UIN Alauddin Makassar memiliki lembaga unit Pusat Teknologi Informasi dan 
Pangkalan Data (PUSTIPAD) yang merupakan unit pelaksana tugas yang bertanggung 
jawab dalam pengembangan sistem informasi atau Information Communication and 
Technology (ICT). Pusat Teknologi Informasi dan Pangkalan Data (PUSTIPAD) 
berfungsi sebagai tempat layanan dan pengembangan teknologi informasi di 
lingkungan UIN Alauddin, baik itu sistem informasi, website, layanan internet maupun 
layanan lainnya yang berhubungan dengan Information Communication and 
Technology (ICT). Fasilitas yang disediakan lembaga unit ini kepada mahasiswa, 
dosen, dan yang lain sebagainya berupa layanan akses informasi yang begitu luas. 
Penggunaan berbagai perangkat dan media transmisi harus sesuai dengan tingkat 





  Infrastruktur jaringan Pustipad menyediakan perangkat jaringan, media 
transmisi dan layanan akses internet di UIN Alauddin Makassar agar seluruh user dapat 
terhubung dengan pengguna lainnya di ruang lingkup universitas. Perangkat jaringan 
dan media transmisi yang ada di ruang lingkup kampus UIN Alauddin ini berupa 
Wireless Access Point (AP), Switch, Fiber Optik (FO), Router, dan lain sebagainya. 
  Dengan banyaknya perangkat jaringan dan media transmisi yang 
menghubungkan antar user, network administrator mengalami kesulitan untuk selalu 
memeriksa keadaan perangkat jaringan yang ada apakah perangkat jaringan tersebut 
saling terhubung atau tidak. Sehingga network administrator tidak dapat menangani 
permasalahan pada perangkat jaringan tersebut secara efektif. Tersebarnya perangkat 
disetiap gedung juga membuat proses pengawasan perangkat menjadi sulit. 
Pengawasan yang rutin dibutuhkan agar dapat mengetahui kondisi perangkat jaringan 
terutama pada perangkat access point. Adapun ayat yang menjelaskan mengenai 
pengawasan pada Q.S Al Infithar/82:10-12 yaitu, 
  َينِظِفََٰحَل ۡمُكۡيَلَع هنوَإِ١٠ اٗماَِرك  َِينِبتََٰك١١   َنوُلَعۡفَت اَم َنوَُملۡعَي١٢  
Terjemahnya : 
Padahal sesungguhnya bagi kamu ada (malaikat-malaikat) yang mengawasi 
(pekerjaanmu). Yang mulia (di sisi Allah) dan mencatat (pekerjaan-pekerjaanmu itu). 
mereka mengetahui apa yang kamu kerjakan. (Departemen Agama, 2008) 
  
  Dalam ayat ini Allah SWT menjelaskan bahwa setiap orang diawasi dan dijaga 





dilakukan oleh seseorang. Mereka mengetahui kebaikan dan kejahatan yang dilakukan 
oleh setiap orang. Tidak ada suatu perbuatan dan ucapan yang dilakukan oleh manusia 
yang akan dilewatkan oleh para malaikat. (Shihab, 2002) 
  Dalam pelayanannya, Pustipad senantiasa berusaha menjalankan fungsinya 
dengan profesional, sesuai ajaran agama islam bila ingin memberikan hasil usaha baik 
berupa barang maupun jasa hendaknya memberikan yang berkualitas, jangan 
memberikan yang buruk atau tidak berkualitas kepada orang lain. Sulitnya 
memonitoring perangkat dapat menimbulkan penurunan kualitas layanan yang 
sediakan. Perawatan dan penanganan perangkat juga akan menggunakan waktu yang 
lebih lama karena jumlah SDM yang sedikit dan tidak adanya early warning sehingga 
penanganan masalah perangkat akan dilakukan ketika terdapat laporan atau keluhan 
oleh pengguna layanan. Penanganan masalah dengan cepat sangat dibutuhkan untuk 
tetap menjaga ketersediaan layanan.  
  Network Monitoring System merupakan sebuah sub sistem dalam manajemen 
jaringan (Network Management System) yang melibatkan penggunaan perangkat lunak 
dan perangkat keras. Perangkat lunak yang digunakan sebagai sistem yang mengelola 
proses pemantanuan (monitoring) terhadap fungsi dan kinerja jaringan yang meliputi 
kepadatan lalu lintas (traffic) dalam ukuran penggunaan lebar pita saluran data 
(bandwith). 
Seiring dengan perkembangan teknologi informasi dan komunikasi yang pesat 
di segala bidang termasuk dalam bidang networking. Perkembangan bidang networking 





untuk saling terhubung antar sesame perangkat maupun ke jaringan internet. Semakin 
majunya teknologi dalam bidang networking telah memungkinkan seseorang untuk 
dapat terhubung dengan jaringan internet tanpa menggunakan kabel. Adapun ayat Al-
Quran yang berkaitan dengan perkembangan teknologi dalam Q.S Yunus/10:101 yaitu, 
 َق نَع ُرُذُّلنٱَو ُتََٰيلۡأٓٱ ِنِۡغُت اَمَو ِِۚضرۡ
َ ۡ
لۡٱَو ِتََٰوََٰم هسلٱ ِفِ اَذاَم 
ْ




Katakanlah: "Perhatikanlah apa yang ada di langit dan di bumi. Tidaklah bermanfaat 
tanda kekuasaan Allah swt. dan rasul-rasul yang memberi peringatan bagi orang-
orang yang tidak beriman". (Departemen Agama, 2008) 
 
Dalam ayat ini Allah swt. menjelaskan perintah-Nya kepada rasul Nya agar dia 
menyuruh kaumnya untuk memperhatikan dengan mata kepala mereka dan dengan 
akal budi mereka segala yang ada di langit dan di bumi. Dengan kekuasaan Allah swt. 
bagi orang-orang yang berfikir dan yakin kepada penciptanya. Semua ciptaan Allah 
swt. tersebut, apabila dipelajari dan diteliti akan menghasilkan pengetahuan bagi 
manusia (Shihab, 2002). 
Dalam bidang networking sendiri sudah terdapat protokol yang disebut Simple 
Network Management Protocol (SNMP), dimana protokol ini digunakan untuk 
manajemen jaringan seperti memonitor suatu peralatan network. Protokol ini 






  SNMP bukanlah perangkat lunak untuk melakukan manajemen jaringan. 
Melainkan suatu protokol yang menjadi menjadi basis pembuatan perangkat lunak 
manajemen jaringan. SNMP memberikan kerangka manajemen standar untuk setiap 
vendor komponen jaringan dan pengembang aplikasi manajemen jaringan. Hasilnya 
adalah aplikasi manajemen jaringan yang mengimplementasikan SNMP dapat 
mengawasi dan mengontrol semua perangkat yang juga mengimplementasikan SNMP, 
meskipun perangkat-perangkat tersebut berasal dari vendor yang berbeda. 
  Dengan memadukan protokol SNMP dengan teknologi web saat ini, network 
administrator akan lebih mudah memonitoring perangkat network melalui sistem yang 
dibuat berbasiskan web dengan tampilan dinamis dan menarik. Teknologi web saat ini 
juga memungkinkan untuk menyajikan sistem dengan layout yang lebih responsif 
sehingga memungkinkan untuk dibuka melalui perangkat mobile. 
  Berdasarkan uraian di atas maka pada tugas akhir ini, akan dibuat sistem 
Monitoring Access Point berbasis Web, Sistem ini dapat mempermudah network 
administrator untuk memonitoring perangkat Access Point yang digunakan. 
B. Rumusan Masalah 
Berdasarkan latar belakang masalah yang telah diuraikan di atas, maka pokok 
permasalahan yang dihadapi adalah “Bagaimana merancang dan membangun Sistem 
Monitoring Access Point berbasis Web pada kampus II UIN Alauddin Makassar?”. 
C. Fokus Penelitian dan Deskripsi Fokus 
Agar dalam pengerjaan tugas akhir ini dapat lebih terarah, maka fokus 





1. Sistem ini memonitoring perangkat Access Point yang digunakan di kampus 
II UIN Alauddin Makassar. 
2. Sistem ini berjalan menggunakan teknologi Web. 
3. Sistem ini menampilkan informasi berupa traffic, status, dan client dari 
perangkat Access Point. 
4. Sistem ini menyimpan history ketika terjadi masalah pada perangkat Access 
Point. 
5. Target pengguna sistem ini adalah network administrator yang ada di 
kampus II UIN Alauddin Makassar. 
Sedangkan untuk mempermudah pemahaman dan memberikan gambaran serta 
menyamakan persepsi antara penulis dan pembaca, maka dikemukakan penjelasan 
yang sesuai dengan deskripsi fokus dalam penelitian ini. Adapun deskripsi fokus dalam 
penelitian adalah: 
1. Sistem ini memonitoring perangkat Access Point yang digunakan di kampus 
II UIN Alauddin Makassar. Kampus II UIN Alauddin terdiri dari beberapa 
gedung yang dilengkapi dengan perangkat Access Point disetiap lantai 
gedung. Sistem ini akan memonitoring perangkat tersebut secara terpusat 
melalui PUSTIPAD. 
2. Sistem ini berjalan menggunakan teknologi Web. Sistem ini akan 
ditampilkan menggunakan web yang dapat diakses menggunakan web 
browser. Dengan menggunakan web maka akses dan ketersediaan untuk 





memelihara sistem juga akan lebih mudah karena tidak perlu 
mendistribusikan atau menginstalasi pada perangkat client yang akan 
mengaksesnya.   
3. Sistem ini menampilkan informasi berupa traffic, status, dan client dari 
perangkat Access Point. Informasi ini digunakan untuk memantau kinerja 
pada perangkat. Traffic akan menunjukkan seberapa banyak aliran data 
yang masuk dan keluar pada perangkat. Status akan menampilkan 
ketersediaan perangkat apakah terhubung atau terjadi masalah. Sistem juga 
akan menampilkan informasi mengenai jumlah client pada perangkat yang 
digunakan. 
4. Sistem ini menyimpan history ketika terjadi masalah pada perangkat Access 
Point. Setiap terjadi permasalahan ketersediaan perangkat Access Point 
akan direkam dan disimpan dalam database. Data tersebut nantinya akan 
ditampilkan dan dijadikan acuan oleh network administrator untuk 
menganalisa permasalahan pada perangkat sehingga dapat menjadi 
penunjang keputusan untuk tindakan penanganan permasalahan perangkat. 
Network Administrator yang dimaksud yaitu staff yang bertanggung jawab atas 
pemeliharaan perangkat keras dan perangkat lunak pada jaringan computer yang 





D. Kajian Pustaka 
Melihat Kajian pustaka ini digunakan sebagai pembanding antara penelitian 
yang sudah dilakukan dan yang akan dilakukan peneliti. Telaah penelitian tersebut 
diantaranya sebagai berikut. 
Kurniawan, Awal (2012) pada penelitian yang berjudul Implementasi Network 
Monitoring System pada Pusat Informasi dan Komputer (Puskom) UIN Alauddin 
Makassar. Tujuan dari penelitian ini untuk mengimplementasikan sistem monitoring 
jaringan secara visual pada infrastruktur jaringan fisik di UIN Alauddin Makassar. 
Sistem ini memiliki kesamaan dengan sistem yang akan dibuat dimana sistem tersebut 
digunakan untuk memonitoring perangkat jaringan yang ada di UIN Alauddin 
Makassar. Namun yang menjadi perbedaan yaitu sistem yang akan dibuat lebih 
memfokuskan pada perangkat Access Point dan menyediakan informasi yang lebih 
mendetail sedangkan sistem sebelumnya lebih memvisualisasikan informasi perangkat 
jaringan yang sedang berjalan. 
Ohara, Gheyb Jhuana (2005) pada penelitian yang berjudul Aplikasi Sistem 
Monitoring berbasis Web untuk Open Cluster. Tujuan dari penelitian ini untuk 
mengembangkan suatu sistem monitoring dan sistem kontrol pada Open Cluster yang 
dapat memonitor aktivitas dan indikator dari sumber daya cluster sehingga user dapat 
mengetahui sumber daya dari cluster tersebut. 
Sistem ini memiliki kesamaan dengan sistem yang akan dibuat dimana sistem 
tersebut digunakan untuk memonitoring perangkat. Sedangkan perbedaan penelitiaan 





dibuat menjadi cluster dan membuat sistem kontrol pada cluster tersebut. Pada 
penelitian ini hanya sebatas memonitoring perangkat Access Point. 
Pradikta, Reza (2013) dengan judul penelitian Rancang Bangun Aplikasi 
Monitoring Jaringan dengan Menggunakan Simple Network Management Protocol. 
Tujuan dari penelitian ini untuk merancang dan membuat aplikasi monitoring jaringan 
yang dapat digunakan sebagai perantara untuk mengambil dan mengolah nilai SNMP 
sekaligus terdapat sistem penyimpanan atau database sehingga dapat ditampilkan 
laporan informasi tentang kondisi jaringan yang meliputi availability perangkat dan 
traffic pada transport TCP. 
Sistem ini memiliki kesamaan dengan sistem yang akan dibuat dimana sistem 
tersebut digunakan untuk memonitoring perangkat dan menyediakan informasi 
mengenai availability perangkat yang dimonitoring. Sedangkan perbedaannya yakni 
penelitian sebelumnya memonitoring perangkat komputer dan memanfaatkan protokol 
SNMP untuk mengetahui jumlah data yang keluar, masuk, dan dikirim ulang pada 
transport TCP sekaligus mengindikasikan status perangkat yang diamati dalam kondisi 
on/off yang digunakan untuk mengetahui availibility. Sistem yang akan dibuat lebih 
memfokuskan pada perangkat Access Point dan menyediakan informasi yang lebih 
mendetail mengenai kinerja perangkat tersebut termasuk availibility perangkat. 
E. Tujuan dan Kegunaan Penelitian 
1. Tujuan Penelitian 
Adapun tujuan dari penelitian ini adalah untuk merancang dan 





Alauddin Makassar sehingga dapat mempermudah network administrator 
untuk memonitoring perangkat Access Point yang digunakan. 
2. Kegunaan Penelitian 
a. Kegunaan teoritis 
1) Sebagai kontribusi positif di bidang keilmuan teknologi informasi dan 
untuk pengembangan pada masa yang akan datang. 
2) Dapat mengembangkan wawasan keilmuan yang didapatkan di bangku 
kuliah maupun secara otodidak, dalam memahami tentang pengembangan 
sistem berbasis Web, juga dalam ilmu Networking. 
b. Kegunaan praktis 
Sebagai sistem untuk membantu network administrator melakukan monitoring 







A. Tinjauan Islam 
Dalam memberikan pelayanan atau melakukan sebuah pekerjaan islam selalu 
mengajarkan untuk senantiasa memberikan yang terbaik, sesuai ajaran agama islam 
bila ingin memberikan hasil usaha baik berupa barang maupun jasa hendaknya 
memberikan yang berkualitas, jangan memberikan yang buruk atau tidak berkualitas 
kepada orang lain. Islam juga mengajarkan untuk selalu mengadirkan Allah dalam 
melakukan aktifitas atau bekerja seperti yang dijelaskan pada Q.S Alinfithar/82:10-12 
yaitu, 
 َينِِظفََٰحَل ۡمُكۡيَلَع هنوَإِ١٠ اٗماَِرك  َِينِبتََٰك١١   َنوُلَعۡفَت اَم َنوَُملۡعَي١٢  
Terjemahnya : 
Padahal sesungguhnya bagi kamu ada (malaikat-malaikat) yang mengawasi 
(pekerjaanmu). Yang mulia (di sisi Allah) dan mencatat (pekerjaan-pekerjaanmu itu). 
mereka mengetahui apa yang kamu kerjakan. (Departemen Agama, 2008) 
 
Dalam ayat ini Allah SWT menjelaskan bahwa setiap orang diawasi dan dijaga 
oleh malaikat. Para malaikat mencacat dan membukukan setiap perbuatan yang 
dilakukan oleh seseorang. Mereka mengetahui kebaikan dan kejahatan yang dilakukan 





yang akan dilewatkan oleh para malaikat. (Shihab, 2002). Juga dijelaskan pada Q.S 
Qaf:18 yaitu, 
  دِيتَع   بِيقَر  ِهَْيدَل  َِلّإ   لَْوق  ْنِم   ظِفْلَي اَم 
Terjemahnya : 
Tiada suatu ucapanpun yang diucapkannya melainkan ada di dekatnya malaikat 
pengawas yang selalu hadir. (Departemen Agama, 2008) 
 
Untuk menunjang proses kerja maka islam juga mengajarkan untuk senantiasa 
siap siaga dalam menghadapi masalah yang terjadi. Dalam alquran dijelaskan pada Q.S 
Al-Anfal:60 yaitu, 
 َِاللّ  َو دَع  ِهِب  َنو بِهْر ت  ِلْيَخْلا  ِطاَبِر  ْنِمَو   ةَو ق  ْنِم  ْم تْعََطتْسا اَم  ْم  َهل اوُّدَِعأَو 
يِف   ءْيَش  ْنِم او قِفْن ت اَمَو   ۚ   ْم  ه  مَلَْعي   َاللّ   م  هَنو  مَلَْعت  َلّ  ْمِهِنو د  ْنِم  َنيِرَخآَو  ْم كَو دَعَو 
 َنو  مَلْظ ت  َلّ  ْم تَْنأَو  ْم كَْيلِإ  َفَو ي  َِاللّ  ِلِيبَس 
Terjemahnya : 
Dan siapkanlah untuk menghadapi mereka kekuatan apa saja yang kamu sanggupi dan 
dari kuda-kuda yang ditambat untuk berperang (yang dengan persiapan itu) kamu 
menggentarkan musuh Allah dan musuhmu dan orang orang selain mereka yang kamu 
tidak mengetahuinya; sedang Allah mengetahuinya. Apa saja yang kamu nafkahkan 
pada jalan Allah niscaya akan dibalasi dengan cukup kepadamu dan kamu tidak akan 
dianiaya (dirugikan). (Departemen Agama, 2008) 
 
Dalam ayat ini Allah mengajarkan untuk selalu mempersiapkan segala 
sesuatunya dan siap siaga dalam mengahadapi sesuatu. Allah telah menyiapkan 





dalam penelitian ini, dimana dalam penelitian ini dibuat sistem monitoring access point 
berbasis web pada kampus II UIN Alauddin Makassar. 
Sistem ini dibuat untuk membantu network administrator dalam mengawasi 
kinerja perangkat yang digunakan pada kampus II UIN Alauddin Makassar. Sistem ini 
akan mengawasi kinerja perangkat dan memberikan notifikas ketika terjadi masalah 
pada perangkat yang digunakan. Sesuai dengan anjuran islam mengenai pengawasan 
kerja dan siap siaga maka dibuat sistem monitoring untuk membantu network 
administrator dalam mengawasi dan menangani masalah pada perangkat access point 
yang digunakan. 
 
B. Sistem Monitoring 
Aplikasi Sistem monitoring merupakan suatu proses untuk mengumpulkan data 
dari berbagai sumber daya. Biasanya data yang dikumpulkan merupakan data yang real 
time. Secara garis besar tahapan dalam sebuah sistem monitoring terbagi ke dalam tiga 
proses besar seperti yang terlihat pada gambar 1.1, yaitu: 
1. Proses di dalam pengumpulan data monitoring 





3. Proses di dalam menampilkan data hasil monitoring 
Aksi yang terjadi di antara proses-proses dalam sebuah sistem monitoring 
adalah berbentuk service, yaitu suatu proses yang terus-menerus berjalan pada interval 
waktu tertentu. Proses-proses yang terjadi pada suatu sistem monitoring dimulai dari 
pengumpulan data seperti data dari network traffic, hardware information, dan lain- 
lain yang kemudian data tersebut dianalisis pada proses analisis data dan pada akhirnya 
data tersebut akan ditampilkan. (Ohara, 2005) 
C. Access Point (AP) 
Peralatan yang digunakan pada wireless LAN. Access point (AP) bertugas 
mengatur dan menghubungkan koneksi beberapa peralatan Wi-Fi. AP dapat 
dianalogikan dengan hub, hanya saja digunakan pada wireless LAN. AP juga dapat 
menghubungkan wireless LAN dengan wired LAN. Selain sebagai pusat jaringan 
wireless sebuah AP biasanya juga mempunyai port UTP yang bisa digunakan untuk 
berhubungan langsung dengan jaringan Ethernet yang telah ada. (S’to, 2007) 
D. Web 
World wide web (www), lebih dikenal dengan web, merupakan salah satu 
layanan yang didapat oleh pemakai komputer yang terhubung ke internet. Web pada 





awalnya adalah ruang informasi dalam internet dengan menggunakan teknologi 
hypertext, pemakai dituntun untuk menemukan informasi dengan mengikuti link yang 
disediakan dalam dokumen web yang ditampilkan dalam web browser. (Wahana, 2006) 
Kini internet identik dengan web, karena kepopuleran web sebagai standar 
interface pada layanan-layanan yang ada di internet. Awalnya sebagai penyedia 
informasi, kini digunakan juga untuk komunikasi melalui e-mail, chatting, sampai 
dengan melakukan transaksi bisnis (e-commerce). 
Web seakan lebih popular daripada e-mail, walapun secara statistik, e-mail 
merupakan aplikasi terbanyak yang digunakan oleh pengguna internet, terutama untuk 
pencarian informasi. Web memudahkan pengguna komputer untuk berinteraksi dengan 
pelaku internet lainnya dan menelusuri informasi di internet. Selain itu, web telah 
diadopsi oleh perusahaan sebagai sebagian dari strategi teknologi informasinya, karena 
beberapa alasan akses informasi mudah, set up server lebih mudah, informasi mudah 
didistribusikan, dan bebas Platform, informasi dapat disajikan oleh web browser pada 
semua sistem operasi karena adanya standar dokumen berbagai tipe data. 
E. Hyper Text Transfer Protocol (HTTP) 
HTTP (Hyper Text Transfer Protocol) adalah protokol yang dipergunakan 
untuk mentransfer dokumen dalam World Wide Web (WWW). Protokol ini adalah 
protocol ringan, tidak berstatus dan generik yang dapat dipergunakan berbagai macam 
tipe dokumen. Pengembangan HTTP dikoordinasi oleh Konsorsium World Wide Web 
(W3C) dan grup bekerja Internet Engineering Task Force (IETF), bekerja dalam 





versti HTTP yang digunakan umum sekarang ini. HTTP adalah sebuah protocol 
meminta/menjawab antara client dan server. Sebuah client HTTP seperti web browser, 
biasanya memulai permintaan dengan membuat hubungan TCP/IP ke port tertentu di 
tuan rumah yang jauh (biasanya port 80). 
Sebuah server HTTP yang mendengarkan di port tersebut menunggu client 
mengirim kode permintaan (request), seperti "GET/ HTTP/1.1" (yang akan meminta 
halaman yang sudah ditentukan), diikuti dengan pesan MIME yang memiliki beberapa 
informasi kode kepala yang menjelaskan aspek dari permintaan tersebut, diikut dengan 
badan dari data tertentu. Beberapa kepala (header) juga bebas ditulis atau tidak, 
sementara lainnya (seperti tuan rumah) diperlukan oleh protocol HTTP/1,1. 
Begitu menerima kode permintaan (dan pesan, bila ada), server mengirim 
kembali kode jawaban, seperti "200 OK", dan sebuah pesan yang diminta atau sebuah 
pesan error atau pesan lainnya. Sejarah protokol HTTP pertama kali dipergunakan 
dalam WWW pada tahun 1990. Pada saat tersebut yang dipakai adalah protokol HTTP 
versi 0.9. Versi 0.9 ini adalah protokol transfer dokumen secara mentah, maksudnya 
adalah data dokumen dikirim sesuai dengan isi dari dokumen tersebut tanpa 
memandang tipe dari dokumen. 
Kemudian pada tahun 1996 protokol TTP diperbaiki menjadi HTTP versi 1.0.  
Perubahan ini untuk mengakomodasi tipe-tipe dokumen yang hendak dikirim beserta 
encoding yang dipergunakan dalam pengiriman data dokumen. Sesuai dengan 
perkembangan infrastruktur internet maka pada tahun 1999 dikeluarkan HTTP versi 





HTTP dibangun di atas TCP , yang menyebabkan HTTP menjamin data yang 
dikirimkan dari satu perangkat ke perangkat lainnya tidak akan rusak atau terpecah 
belah. Bagi pengguna, hal ini sangat baik karena integritas data yang dikirimkan 
terjamin dengan baik. Untuk pengembang aplikasi, hal ini juga sangat baik karena 
pengembang dapat berfokus ke apakah data yang dikirimkan berguna atau tidak 
daripada bagaimana mengirimkan data tersebut. (Sim, 2016) 
F. Ajax 
Ajax adalah kepanjangan dari Asynchronous Javascript and XML. Istilah Ajax 
digunakan pada website yang berinteraksi dengan server melalui javascript secara 
asinkron (background), sehingga pengguna tidak perlu me-load keseluruhan isi page 
(halaman). Sebagai gambaran adalah pada saat proses pendaftaran anggota baru pada 
suatu situs web. Setelah selesai meginput user ID saat registrasi, sistem bisa 
memberitahukan bahwa nama yang dipakai sudah digunakan oleh orang lain atau 
belum. (Dezrisal, 2016) 
G. PHP 
PHP (Hypertext Preprocessor) adalah suatu bahasa pemrograman open source 
yang digunakan secara  luas terutama untuk pengembangan web dan dapat disimpan 
dalam bentuk HTML. Pada awalnya, PHP dirancang untuk diintegrasikan dengan 
webserver Apache. Namun belakangan ini, PHP juga dapat bekerja dengan webserver 
seperti PWS (Personal Web Server), IIS (Internet Information Server) dan Xitami. 
Yang membedakan PHP dengan bahasa pemrograman lain adalah adanya tag penentu, 





penggunaan tag tersebut, maka skrip PHP bebas ditempatkan dalam dokumen HTML 
yang akan dibuat. 
Yang menjadikan PHP berbeda dengan HTML adalah proses dari PHP itu 
sendiri. HTML merupakan Bahasa statis yang apa bila ingin merubah konten maka 
yang harus dilakukan adalah membuka filenya kemudian menambahkan isi kedalam 
file tersebut. Dengan PHP penambahan konten akan lebih mudah karena seorang user 
tidak lagi berhubungan langsung dengan script. (Dwiartara, 2016) 
H. HTML 5 
HTML5 adalah sebuah bahasa markah untuk menstrukturkan dan menampilkan 
isi dari World Wide Web, sebuah teknologi inti dari internet. HTML5 adalah revisi 
kelima dari HTML (yang pertama kali diciptakan pada tahun 1990 dan versi 
keempatnya, HTML4, pada tahun 1997) dan hingga bulan Juni 2011 masih dalam 
pengembangan. Tujuan utama pengembangan HTML5 adalah untuk memperbaiki 
teknologi HTML agar mendukung teknologi multimedia terbaru, mudah dibaca oleh 
manusia dan juga mudah dimengerti oleh mesin. 
Pada HTML 5 diperkenalkan beberapa elemen baru dan atribut yang 
merefleksikan tipikal penggunaan website modern. Beberapa diantaranya adalah 
pergantian yang bersifat semantik pada blok yang umum digunakan: yaitu elemen 
(<div>) dan inline (<span>), sebagai contoh (<span>) (sebagai blok navigasi website) 
dan <footer> (biasanya dikaitkan pada bagian bawah suatu website atau baris terakhir 
dari kode HTML). Banyak elemen lain yang memberikan kegunaan baru melalui antar 





Beberapa elemen yang telah ditinggalkan juga ditiadakan, termasuk elemen presentasi 
semata seperti <font> dan <center>, yang sebenarnya dapat dikerjakan menggunakan 
Cascading Style Sheet. (Salim, 2010) 
Untuk menambah keluwesan pemformatan, pada HTML5 telah 
dispesifikasikan pengkodean application programming interfaces (APIs). antarmuka 
document object model (DOM) yang ada dikembangkan dan fitur de facto 
didokumentasikan. Beberapa APIs terbaru pada HTML5 antara lain : 
1. Elemen canvas, sebagai mode untuk menggambar object dua dimensi (2D). 
Lihat spesifikasi 1.0 untuk canvas 2D. 
2. Timed media playback. 
3. Media penyimpanan luring (aplikasi web luring). Lihat Web Storage. 
4. Penyuntingan dokumen. 
5. Drag and Drop. 
6. Cross-document messaging. 
7. Manajemen sejarah kunjungan penjelajah web. 
8. Tipe MIME dan penanggung jawab protokol registrasi 
I. Simple Network Management Protocol (SNMP) 
SNMP adalah sebuah protokol apikasi pada jaringan TCP/IP yang menangani 
manajemen jaringan. Protokol ini didesain sehingga pengguna dapat dengan mudah 
memantau kondisi jaringan komputer. Pemantauan kondisi jaringan dapat dilakukan 
dengan cara pengumpulan nilai-nilai informasi dari kondisi jaringan secara jarak jauh 





dikembangkan karena banyak perangkat jaringan yang mendukung dan tersedia 
layanan SNMP seperti router, switch, server, workstation, dan printer. Protokol SNMP 
pada jaringan TCP/IP menggunakan transport UDP oleh karena itu dalam 
penggunaannya tidak akan membebani trafik jaringan. (Pradikta, 2013) 
Pada sistem pemantauan jaringan dengan menggunakan layanan SNMP, 
terdapat tiga komponen dasar antara lain: 
1. Manajer SNMP adalah perangkat yang menjalankan dan dapat menangani 
tugas-tugas manajemen jaringan.  
2. Agen SNMP adalah perangkat pada jaringan yang akan diamati dan dikelola. 
Setiap agen akan merespon dan menjawab permintaan manajer SNMP. 
J. Traffic 
Traffic adalah kepadatan lalu lintas data yang terjadi pada suatu perangkat 
jaringan. Lalu lintas data pada perangkat jaringan akan dipengaruhi oleh besarnya 
aliran data yang diterima maupun besarnya aliran data yang dikirim pada perangkat 
jaringan yang digunakan (Alam, 2013). 
K. Client 
Client yaitu perangkat yang terhubung pada perangkat jaringan yang 
digunakan. Perangkat yang dimaksud dapat berupa komputer maupun laptop yang akan 






Status yaitu kondisi pada sebuah perangkat jaringan. Status pada perangkat 
jaringan dapat diketahui dengan menggunakan beberapa cara yaitu menggunakan ping 
atau menggunakan protocol SNMP. 
M. Network Administrator 
Network administrator merupakan profesi yang bertanggung jawab atas 
pemeliharan perangkat keras dan perangkat lunak pada jaringan komputer. Hal ini 
biasanya mencakup penggunaan, konfigurasi, pemeliharaan, pemantauan, dan 
penanganan masalah pada perangkat jaringan yang digunakan. (Concurrent Computer 
Corporation, 2001) 
N. Kampus II UIN Alauddin Makassar 
Kampus II UIN Alauddin Makassar merupakan lokasi kedua dari kampus UIN 
Alauddin Makassar yang beralamat di Jln. Sultan Alauddin No.36 Romang Polong 
Gowa Sulawesi Selatan. Kampus II terdiri dari beberapa gedung diantaranya gedung 
fakultas sains dan teknologi, gedung fakultas ushuluddin, gedung fakultas kedokteran 
dan ilmu kesehatan, gedung fakultas ekonomi dan bisnis islam, gedung fakultas syariah 
dan hukum, gedung fakultas dakwah dan komunikasi, gedung fakultas adab dan 
humaniora, gedung fakultas tarbiyah dan keguruan, gedung rektorat, gedung LP2M, 
gedung perpustakaan, gedung poliklinik, rusunawah, dan mesjid. Beberapa gedung 
memiliki tiga lantai dan beberapa gedung lainnya memiliki empat lantai. 
Setiap gedung fakultas pada kampus II UIN Alauddin diberikan fasilitas 





(PUSTIPAD) yang bertempat di gedung rektorat. Dengan jarak antar gedung yang 
cukup jauh maka untuk dapat memenuhi layanan internet setiap gedung digunakan 
perangkat access point sehingga setiap mahasiswa dapat mengakses layanan internet 
menggunakan media wireless. 
O. Daftar Simbol 
1. Daftar Simbol Flowmap Diagram 
Flowmap atau bagan alir adalah bagan yang menunjukan aliran di dalam 
program atau prosedur sistem secara logika. Flowmap ini berfungsi untuk 
memodelkan masukan, keluaran, proses maupun transaksi dengan 
menggunakan simbol-simbol tertentu. Pembuatan flowmap ini harus dapat 
memudahkan bagi pemakai dalam memahami alur dari sistem atau transaksi. 
Tabel II.1 Daftar Simbol Flowmap Diagram (Booch, 2003) 
Simbol Nama Keterangan 
 
Terminator Awal / 
Akhir Program 
Simbol untuk memulai 





berupa dokumen  input 
dan output pada proses 














proses yang dilakukan 
secara komputerisasi 
 
Arah Aliran Data 
Menunjukkan arah 
aliran dokumen antar 






penyimpanan data / 








2. Daftar Simbol Flowchart  
Flowchart atau bagan alir adalah bagan (chart) yang menunjukkan alir 
(flow) di dalam program atau prosedur sistem secara logika. Bagan alir 
(flowchart) digunakan terutama untuk alat bantu komunikasi dan untuk 
dokumentasi. 
 
Tabel II 2 Daftar Simbol Flowchart Diagram (Kristianto, 2003) 
Simbol Nama Keterangan 
 
 
Terminator Permulaan atau akhir program 
 





















Permulaan sub program atau 
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A. Jenis Penelitian 
Dalam melakukan penelitian ini, jenis penelitian kualitatif lapangan yang 
digunakan adalah Design and Creation. Dipilihnya jenis penelitian ini oleh penulis 
dikarenakan konsep dari Design and Creation sangat tepat untuk mengelola penelitian 
ini. Disamping melakukan penelitian tentang judul ini, penulis juga mengembangkan 
produk berdasarkan penelitian yang dilakukan. 
B. Pendekatan Penelitian 
Adapun pendekatan penelitian yang digunakan pada penelitian ini adalah 
pendekatan saintifik yaitu pendekatan berdasarkan ilmu pengetahuan dan teknologi. 
C. Sumber Data 
Sumber data pada penelitian ini adalah menggunakan Field Research yang 
merupakan cara mengumpulkan data dilakukan dengan turun langsung ke lokasi 
penelitian untuk memperoleh data-data konkrit mengenai masalah yang akan dibahas 
dan Library Research yang merupakan cara mengumpulkan data dari beberapa buku, 
jurnal, skripsi, tesis maupun literatur lainnya. 
D. Metode Pengumpulan Data 
Adapun metode pengumpulan data yang digunakan pada penelitian ini adalah 





1. Studi Literatur 
   Studi literatur adalah metode pengumpulan data dengan cara 
mempelajari hal-hal yang berkaitan dengan penelitian yang dilakukan seperti 
membaca buku atau jurnal.  
2. Studi Dokumentasi 
Dengan mempelajari dokumentasi program serupa yang berupa source 
code untuk digunakan sebagai contoh dalam proses pembuatan perangkat 
lunak. 
3. Observasi 
Yaitu dengan mengamati proses secara langsung terhadap beberapa 
perangkat lunak yang sejenis. 
Tujuan penulis menggunakan metode studi literatur yaitu untuk mengumpulkan 
refrensi yang berkaitan dengan penelitian yang akan dilakukan. 
E. Instrumen Penelitian 
Adapun instrumen penelitian yang digunakan pada penelitian ini adalah: 
1. Perangkat Keras 
a. Laptop Acer Aspire E1-472G, Intel Core-i5 CPU 2.3GHz 
b. Network Interface Card (NIC) 
c. Router 
d. Kabel UTP 





2. Perangkat Lunak 
a. XAMPP web server 
b. Notepad++ 
c. Google Chrome 
d. Windows 10 Enterprise 
F. Teknik Pengolahan dan Analisis Data 
1. Pengolahan Data 
Pengolahan data merupakan proses data yang diolah menjadi sesuatu 
yang lebih berguna, berupa informasi. Pada penelitian ini, metode pengolahan 
data yang akan digunakan adalah berikut : 
a. Editing 
Yaitu proses memeriksa data yang telah terkumpul dengan tujuan mengurangi 
kesalahan dan kekurangan yang ada pada data. 
b. Coding 
Yaitu dengan mengklasifikasikan yang dilakukan dengan cara memberi 
tanda/kode pada data. 
2. Analisis Data 
Teknik analisis data merupakan proses mengatur atau 
mengorganisasikan data dari hasil pengumpuluan data yang dilakukan dengan 
tujuan mendapatkan hipotesa kerja yang akan dilakukan. Analisis data terbagi 
menjadi dua yaitu, metode analisis kuantitatif dan metode analisis kualitatif. 





cepat, sementara analisis kualitatif ini digunakan untuk data kualitatif data yang 
digunakannya adalah berupa catatan-catatan yang biasanya cenderung banyak 
dan menumpuk sehingga membutuhkan waktu yang cukup lama untuk dapat 
menganalisisnya secara seksama. 
Dalam penelitian ini, metode yang digunakan penulis adalah metode 
analisis kualitatif. Analisis kualitatif adalah prosedur penelitian yang 
bermaksud untuk memahami fenomena tentang apa yang dialami oleh subjek 
penelitian misalnya perilaku, persepsi, motivasi, tindakan, dll. Secara holistic, 
dengan cara deskriptif dalam bentuk kata-kata dan bahasa. (Moelong, 2002) 
G. Metode Perancangan Aplikasi 
Pada penelitian ini, metode perancangan aplikasi yang digunakan adalah 
metode waterfall. Model Waterfall adalah model klasik yang bersifat sistematis, 
berurutan dalam membangun software, dimana proses pengerjaanya bertahap dan 
harus menunggu tahap sebelumnya selesai dilaksanakan kemudian memulai tahap 
selanjutnya. Metode ini dipilih oleh penulis dikarenakan proses perancangan aplikasi 
dilakukan tahap demi tahap dimulai dari Requirements analysis and definition, System 
and Software design, Implementation, Integration and System testing dan Operation 






Gambar III 1 Model Waterfall (Pressman, 2001) 
 
Berikut ini adalah deskripsi dari tahap model Waterfall : 
1) Requirements analysis and definition 
Proses menganalisis kebutuhan sistem kemudian pengumpulan 
kebutuhan secara lengkap yang sesuai dengan sistem yang akan dibangun, 
sehingga nantinya sistem yang telah dibangun dapat memenuhi semua 
kebutuhan. 
2) System and software design 
Desain dikerjakan setelah analisis dan pengumpulan data dikumpulkan 
secara lengkap. Proses ini berfokus pada struktur data, arsitektur perangkat 
lunak, representasi interface, dan detail (algoritma) prosedural. 
2. Implementation 
Proses menerjemahkan desain ke dalam suatu bahasa yang bisa 






3. Integration and system testing 
Proses pengujian dilakukan pada logika, untuk memastikan semua 
pernyataan sudah diuji. Lalu dilanjutkan dengan melakukan pengujian fungsi 
sistem untuk menemukan kesalahan-kesalahan dan memastikan bahwa input 
akan memberikan hasil yang aktual sesuai yang dibutuhkan. 
4. Operation and maintenance 
Pada proses ini dilakukan pengoperasian sistem yang telah selesai 
dibangun dan melakukan pemeliharaan. 
 
H. Teknik Pengujian Sistem 
Pengujian sistem merupakan proses pengeksekusian sistem perangkat lunak 
untuk menentukan apakah sistem perangkat lunak tersebut cocok dengan spesifikasi 
sistem dan berjalan dengan lingkungan yang diinginkan. Pengujian sistem sering 
diasosiasikan dengan pencarian bug, ketidak sempurnaan program, kesalahan pada 
baris program yang menyebabkan kegagalan pada eksekusi sistem perangkat lunak. 
Adapun pengujian system yang digunakan pada tugas akhir ini adalah Black 
Box dan White Box. Black Box testing yaitu menguji perangkat lunak dari segi 
spesifikasi fungsional tanpa menguji desain dan kode program. Pengujian 
dimaksudkan untuk mengetahui apakah fungsi-fungsi, masukan, dan keluaran dari 
perangkat lunak sesuai dengan spesifikasi yang dibutuhkan (Rosa dan Shalahuddin, 
2011), sedangkan White Box Testing adalah rancangan pengujian menggunakan 





Cyclomatic Complexity, yaitu suatu matriks perangkat lunak yang menetapkan ukuran 
kompleksitas logika program yang dapat menjamin seluruh independent path di dalam 
modul dikerjakan minimal satu kali. 
 
I. Rancangan Tabel Uji 
Tabel III.1 Tabel Uji Source Code (Whitebox) 
Algoritma Deskripsi Struktur Code Secara Umum 
Membuka 
Sistem 
Memulai tampilan monitoring 
dengan memanggil controller 
utama 





database, yang berisi data 
access point dan mengambil 











monitoring yang memuat data 
access point 
public function index(){ 






Memulai proses monitoring 
dan mengembalikan data 
sesuai kondisi status 
perangkat 
function Ping(ip, id, urlstatus, 
urltraffic, urlclient) { 
$.ajax({ 
      url : urlstatus, 
      type: 'post', 
      data :{ip:ip, id:id}, 
      enctype:"multipart/form-
data", 
      async: true, 
      success:function(response){ 
  if(response == "up"){ 
       
 $("#up"+id).show(); 
                 
 $("#down"+id).hide(); 
                 
 Traffic(ip,id,urltraffic;          
 
 Client(ip,id,urlclient); 
       } 
        else 
       { 
        
 $("#up"+id).hide(); 
                 
 $("#down"+id).show(); 








Memulai proses pengambilan 
data traffic pada perangkat 
yang sedang dimonitoring 
function Traffic(ip, id, 
urltraffic){ 
$.ajax({ 
      url : urltraffic, 
      type: 'post', 
      data : {ip:ip, id:id}, 
      dataType: "json", 
      async: true, 





      } 
    });   




Memulai proses pengambilan 
data client pada perangkat 
yang sedang dimonitoring 
function Client(ip, id, 
urlclient){ 
$.ajax({ 
      url : urlclient, 
      type: 'post', 
      data : {ip:ip, id:id}, 
      async: true, 





     } 
    });   




Mengambil data hasil 
pengecekan status kemudian 
menyimpan data kedalam 
database  
$data = array( 
   'id' => "", 
   'id_ap' => $id, 
   'tanggal' =>$date, 
   'waktu' => $time, 






Mengambil data hasil 
pengecekan traffic kemudian 
menyimpan data kedalam 
database 
$traffic_data = array( 
   'id' => "", 
   'id_ap' => $id, 
   'transmite' => $data['tx'], 
   'receive' => $data['rx'], 






Mengambil data hasil 
pengecekan client kemudian 
menyimpan data kedalam 
database 
$array_data = array( 
   'id' => "", 
   'id_ap' => $id, 
   'jumlah_client' => $client, 






Menutup code program 








Tabel III 2 Tabel Uji Cyclomatic Complexity (Whitebox) 
Nama Menu/Modul Hasil yang Diharapkan 
CC Region Path 
Sistem Secara Keseluruhan 2 2 2 
 
 
Tabel III 3 Tabel Uji Blackbox 





Menampilkan list perangkat yang 
sedang dimonitoring beserta status, 
traffic, dan client perangkat tersebut 
Menu Login Memilih menu 
dashboard pada 
halaman utama 
Menampilkan form autentikasi 
pengguna untuk mendapatkan akses 
panel kontrol 
Menu Laporan Memilih menu 
laporan pada panel 
kontrol 
Menampilkan laporan monitoring 
perangkat dalam bentuk tabel dan 
grafik 
Menu Access Point Memilih menu 
Access Point pada 
panel kontrol 
Menampilkan daftar perangkat access 
point yang telah dimasukkan dalam 
database, menampilkan tombol 
tambah access point, ubah access 





Point pada menu 
Access Point 
Menampilkan form untuk menambah 
data perangkat kedalam database 
Menu Ubah Access 
Point 
Klik icon ubah 
pada menu Access 
Point  




Klik icon hapus 
pada menu Access 
Point 
Menghapus data perangkat Access 





Menu Gedung Memilih menu 
Gedung pada panel 
kontrol 
Menampilkan daftar gedung yang telah 
dimasukkan dalam database, 
menampilkan tombol tambah gedung, 





pada menu gedung 
Menampilkan form untuk menambah 
data gedung kedalam database 
Menu Ubah 
Gedung 
Klik icon Ubah 
gedung pada menu 
gedung 




Klik icon Hapus 
gedung pada menu 
gedung 
Menghapus data gedung yang dipilih 
Menu User Memilih menu 
User pada panel 
kontrol 
Menampilkan daftar User yang telah 
dimasukkan dalam database, 
menampilkan tombol tambah User, 




Tambah User pada 
menu User 
Menampilkan form untuk menambah 
data user kedalam database 
Menu Ubah User Klik icon Ubah 
User pada menu 
User 
Mengubah data user dan menampilkan 
kembali 
Menu Hapus User Klik icon Hapus 
User pada menu 
User 
Menghapus data user yang dipilih 
Menu Logout Memilih menu 
Logout pada panel 
kontrol 
Menghapus session kemudian 





ANALISIS DAN PERANCANGAN SISTEM 
 
A. Analisis Sistem yang Sedang Berjalan 
Proses monitoring perangkat Access Point pada kampus II UIN Alauddin 
Makassar masih dilakukan secara manual. Manual disini maksudnya adalah dalam 
proses monitoring perangkat belum menggunakan sistem khusus. Berikut adalah 
flowmap desain pada sistem yang saat ini sedang berjalan pada kampus II UIN 
Alauddin Makassar. 
 





Network Administrator memasang perangkat disetiap gedung. Setelah 
perangkat terpasang maka akan dilakukan konfigurasi sebelum perangkat tersebut 
digunakan. Kemudian setelah perangkat digunakan jika terjadi masalah maka 
pengguna akan melaporkannya kepada Network Administrator. Network Administrator 
akan memeriksa perangkat yang bermasalah kemudian melakukan perbaikan pada 
perangkat tersebut. 
B. Analisis Sistem yang Diusulkan 
Analisis sistem adalah penguraian dari suatu sistem yang utuh ke dalam bagian-
bagian komponennya dengan maksud untuk mengidentifikasi dan mengevaluasi 
permasalahan. Bagian analisis ini terdiri atas analisis masalah, analisis kebutuhan 
sistem, dan analisis kelemahan sistem. 
1. Analisis Masalah 
Dari sistem yang sedang berjalan dapat dilihat bahwa belum ada sistem 
yang melakukan monitoring pada perangkat yang terpakai. Setelah admin 
memasang dan melakukan konfigurasi maka pelaporan jika terjadi masalah 
pada perangkat masih dilakukan secara manual. User akan memberitahukan 
kepada admin jika terjadi masalah pada perangkat sehingga penanganan 
masalah pada perangkat akan relatif lebih lambat. 
Dari analisis masalah dapat diusulkan sistem monitoring access point. 
Dengan adanya sistem ini maka admin tidak perlu lagi menunggu pelaporan 
masalah dari user Karena sistem akan melakukan pengawasan perangkat secara 





masalah atau perangkat dalam keadaan tidak terhubung. Sistem juga 
menyediakan data status, traffic,dan client sehingga dapat membantu admin 
dalam mengatur sumber daya dan konfigurasi perangkat. 
2. Analisis Kebutuhan 
a. Kebutuhan Antarmuka (Interface) 
1) Sistem yang dibangun akan mempunyai antarmuka yang  familiar dan 
mudah digunakan bagi pengguna 
2) Sistem ini terdiri dari 2 bagian yaitu halaman monitoring dan panel kontrol. 
3) Halaman monitoring akan menampilkan daftar perangkat Access Point 
yang sedang dimonitoring beserta status, client, dan traffic pada perangkat 
tersebut. 
4) Panel kontrol terdiri dari beberapa menu yang berfugsi untuk 
menambahkan data perangkat yang akan dimonitoring. 
b. Kebutuhan Data 
Data yang diolah oleh sistem adalah sebagai berikut : 
1) Data gedung pada kampus II UIN Alauddin Makassar. 
2) Data lantai pada setiap gedung. 
3) Data perangkat access point. 
c. Kebutuhan Fungsional 
Kebutuhan fungsional merupakan penjelasan proses fungsi yang berupa 
penjelasan secara terinci setiap fungsi yang digunakan untuk menyelesaikan masalah.  





1) Menyimpan data perangkat Access Point yang akan dimonitoring 
2) Menampilkan daftar perangkat yang telah disimpan ke halaman 
monitoring. 
3) Menampilkan status perangkat yang sedang dimonitoring. 
4) Menampilkan jumlah client pada perangkat yang sedang dimonitoring. 
5) Menampilkan traffic pada perangkat yang sedang dimonitoring. 
6) Memberikan peringatan atau pemberitahuan ketika terjadi masalah pada 
perangkat Access Point. 
7) Menyimpan data hasil monitoring perangkat kemudian ditampilkan dalam 
bentuk grafik. 
 
3. Analisis Kelemahan 
Sistem monitoring Access Point ini merupakan sistem yang berjalan 
pada platform web. Sistem ini akan memonitoring perangkat Access Point yang 
digunakan pada kampus II UIN Alauddin Makassar. Namun sistem ini belum 
bisa digunakan secara umum untuk memonitoring perangkat Access Point 
ditempat lain. Dengan kata lain untuk saat ini sistem ini hanya bisa digunakan 








4. Flowmap Sistem yang Diusulkan 
 
 
Gambar IV 2 Flowmap Sistem yang Diusulkan 
Pada gambar IV.2 menjelaskan tahap-tahap proses monitoring dimana 





konfigurasi pada perangkat tersebut. Setelah itu data perangkat dimasukkan 
dalam sistem dan akan dimonitoring oleh sistem. Sistem akan memonitoring 
perangkat dan menampilkan data mengenai status, traffic, dan client  pada 
perangkat tersebut. Sistem akan memberikan notifikasi jika terjadi masalah 
pada perangkat kemudian network administrator akan memeriksa masalah 
tersebut dan melakukan perbaikan jika dibutuhkan. 
Perbedaan dari proses sistem yang berjalan adalah network administrator 
tidak perlu lagi menunggu laporan dari user jika terjadi masalah karena sistem 
akan segera memberikan notifikasi jika terjadi masalah pada perangkat. Sistem 
juga menampilkan data yang akan membantu network administrator untuk 
memantau kinerja dari perangkat yang dipakai.   
C. Perancangan Sistem 
1. Data Flow Diagram (DFD) 
Data Flow Diagram (DFD) adalah alat pembuatan model yang 
memungkinkan profesional sistem untuk menggambarkan sistem sebagai suatu 
jaringan proses fungsional yang dihubungkan satu sama lain dengan alur data, 
baik secaran manual maupun komputerisasi. DFD ini sering disebut juga 
dengan nama Bubble Chart, Bubble Diagram, Model Proses, diagram alur 
kerja, atau model fungsi. 
DFD ini adalah salah satu alat pembuatan model yang sering digunakan, 





kompleks dari pada data yang dimanipulasi oleh sistem. Dengan kata lain, DFD 
adalah alat pembuatan model yang memberikan penekanan hanya pada fungsi 
sistem. DFD ini merupkan alat perancangan sistem yang berorientasi pada alur 
data dengan konsep dekomposisi dapat digunakan untuk penggambaran analisa 
maupun rancangan sistem yang mudah dikomunikasikan oleh profesional 
sistem kepada pamakai maupun pembuat program. 
Berikut DFD dari sistem yang digunakan: 
a) Context Diagram 
Context Diagram atau Diagram konteks menggambarkan suatu lingkaran besar 
yang dapat mewakili seluruh proses yang terdapat didalam suatu sistem. Merupakan 
tingkatan tertinggi dalam DFD dan biasanya diberi nomot 0 (nol). Semua entitas 
eksternal yang ditunjukkan pada diagram konteks berikut aliran-aliran data utama 
menuju dan dari sistem. 
 





b) Diagram berjenjang 
Diagram berjenjang merupakan alat perancangan sistem yang dapat 
menampilkan seluruh proses yang terdapat pada suatu aplikasi atau sistem tertentu 
dengan jelas dan terstruktur. 
 
Gambar IV.4 Diagram Berjenjang 
c) DFD Level 1 
Merupakan satu lingkaran besar yang mewakili lingkaran-lingkaran kecil yang 
ada didalamnya. Merupakan pemecahan dari diagram konteks ke diagram 0. Didalam 








Gambar IV.5 DFD Level 1 
Diagram diatas adalah diagram yang menggambarkan alur atau aliran data 
dalam sistem yang akan dibuat. Context diagram diatas menjelaskan aliran secara 
umum dan garis besarnya. Terdapat sebuah entitas yaitu admin, dimana entitas ini akan 
melakukan interaksi terhadap sistem. Diagram selanjutnya yaitu diagram level. 
Diagram ini menggambarkan bagaimana proses utama dari aplikasi bekerja. Proses 
yang dimaksud adalah proses konfigurasi, dan proses monitoring. Setiap proses yang 





2. Perancangan Tabel 
Penggunaan database dalam sistem ini yaitu untuk menampung data 
tentang hasil monitoring  perangkat. Berikut rincian tabel yang digunakan 
dalam aplikasi ini: 
a) Entity Relational Database (ERD) 
 
Gambar IV.6 Entity Relational Diagram (ERD) 
Kamus Data: 
Gedung  = { Id_gedung, Nama_gedung } 
Access Point  = { Id_ap, Nama_ap, Ip_address, gedung, lantai } 
User   = { Id_user, Nama_lengkap, Username, Password } 





Client  = { Id_client, Id_ap, Jumlah_client, Tanggal } 
Traffic  = {Id_traffic, Id_ap, Tx_awal, Transmite, Rx_awal, Receive, Tanggal} 
b) Tabel tb_gedung 
Tabel IV.1 Struktur Tabel tb_gedung 
Nama Field Tipe Data Keterangan Length 
Id_gedung Int  Primary key, Auto Increment 11 
Kode_gedung Varchar  10 
Nama_gedung Varchar  50 
 
c) Tabel tb_ap 
Tabel IV.2 Struktur Tabel tb_ap 
Nama Field Tipe Data Keterangan Length 
Id_ap Int  Primary key, Auto Increment 11 
Nama_ap Varchar  20 
Ip_address Varchar   20 
Gedung  Varchar   50 









d) Tabel tb_user 
Tabel IV.3 Struktur Tabel tb_user 
Nama Field Tipe Data Keterangan Length 
Id Int  Primary key, Auto Increment 11 
Nama_lengkap Varchar  50 
Username  Varchar  50 
Password  Varchar  50 
 
e) Tabel tb_status 
Tabel IV.4 Struktur Tabel tb_status 
Nama Field Tipe Data Keterangan Length 
Id_status Int  Primary key, Auto Increment 11 
id_ap Int Foreign key 11 
Keterangan  Varchar   10 
Tanggal  Date    
Waktu  Time    
 
f) Tabel tb_client 
Tabel IV.5 Struktur Tabel tb_client 
Nama Field Tipe Data Keterangan Length 





Id_ap Int Foreign key 11 
Jumlah_client  int   11 
Tanggal  Date    
 
g) Tabel tb_traffic 
Tabel IV.6 Struktur Tabel tb_traffic 
Nama Field Tipe Data Keterangan Length 
Id_traffic Int  Primary key, Auto Increment 11 
Id_ap Int Foreign key 11 
Transmite Float   
Receive Float   
Tanggal  Date   
 
3. Struktur Navigasi 
Sistem yang dirancang ini menggunakan sistem navigasi Hierarchiacal 
Model, dimana menu utama adalah pusat navigasi yang merupakan 
penghubung ke semua fitur pada aplikasi. Struktur navigasi terdiri dari 2 bagian 
yaitu struktur navigasi untuk halaman monitoring dan struktur navigasi untuk 
panel control. 
Pada halaman monitoring terdapat halaman utama yang terdiri dari 





kontrol setelah melakukan login terlebih dahulu. Halaman ini digunakan untuk 
melihat perangkat yang sedang dimonitoring. 
Bagian kedua adalah struktur navigasi untuk panel kontrol yang terdiri 




Gambar IV.7 Struktur Navigasi Halaman Monitoring 
 
 






4. Flowchart (Alur Program) 
Flowchart atau bagan alir adalah bagan (chart) yang menunjukkan alir 
(flow) di dalam program atau prosedur sistem secara logika. Bagan alir 
(flowchart) digunakan terutama untuk alat bantu komunikasi dan untuk 
dokumentasi, berikut adalah flowchart dari sistem: 
 





5. Perancangan Antarmuka (Interface) 
Perancangan antarmuka (interface) merupakan bagian penting dalam 
perancangan aplikasi, karena berhubungan dengan tampilan dan interaksi 
pengguna dengan aplikasi. Adapun perancangan antarmuka pada sistem ini 
yaitu sebagai berikut : 
a. Desain interface halaman monitoring 
 
Gambar IV.10 Desain Interface Halaman Monitoring 
Keterangan gambar : 
1) Header 
Berisis nama sistem dan menu dashboard 
2) Konten 
Menampilkan daftar perangkat Access Point yang sedang dimonitoring 
lengkap dengan data perangkat termasuk nama perangkat, lokasi gedung, lokasi 





b. Desain interface halaman panel kontrol 
 
Gambar IV.11 Desain Interface Halaman Panel Kontrol 
 
Keterangan gambar : 
1) Header 
Menampilkan nama sistem dan menu logout. 
2) Menu 
Terdiri dari 5 menu, yaitu Dashboard, Laporan, Access Point, Gedung, 
dan User. Menu Dashboard akan menampilkan data jumlah perangkat, gedung, 
dan lantai yang telah dimasukkan. Menu laporan akan menampilkan data hasil 
monitoring dalam bentuk grafik dan menu lainnya berfungsi sebagai 
konfigurasi dari halaman monitoring. 
3) Konten 
Menampilkan isi dari menu yang dipilih. Setiap halaman dari menu 
yang dipilih memiliki desain halaman yang sama namun memiliki konten yang 





IMPLEMENTASI DAN ANALISIS HASIL 
 
A. Implementasi 
Implementasi merupakan tahap akhir dalam pembangunan sistem, yang dimana 
pada tahap ini sistem akan diimplementasikan. Adapun hasil dari implementasi sistem 
yaitu sebagai berikut. 
1. Antarmuka Panel Kontrol 
a) Antarmuka Login 
Halaman ini berisikan form yang digunakan admin untuk mengakses halaman 
utama panel kontrol setelah memasukkan username dan password yang telah terdaftar. 
Setelah username dan password berhasil di autentikasi maka halaman utama panel 
kontrol akan ditampilkan  
 





b) Antarmuka User 
Antarmuka user merupakan halaman yang menampilkan list user yang telah 
terdaftar pada sistem. Halaman ini berfungsi untuk melihat daftar perangkat yang telah 
dimasukkan kedalam database sistem. Halaman ini juga menampilkan menu tambah 
user, ubah user, dan hapus user. 
 
Gambar V.2 Antarmuka User 
c) Antarmuka Tambah User 
Antarmuka tambah user merupakan halaman yang menampilkan form isian 
yang berfungsi untuk menambahkan data user yang akan digunakan untuk mengakses 
panel kontrol 
 





d) Antarmuka Ubah User 
Menampilkan halaman yang berisikan form yang menampilkan data user. 
Halaman ini berfungsi untuk mengubah data user yang dipilih. 
 
Gambar V.4 Antarmuka Ubah User 
e) Antarmuka Gedung 
Antarmuka gedung menampilkan halaman yang berisikan daftar gedung yang 
telah ditambahkan kedalam sistem. Halaman ini menampilkan data gedung dalam 
bentuk tabel. Halaman ini juga menampilkan menu tambah gedung, ubah gedung, dan 
hapus gedung 
 






f) Antarmuka Tambah Gedung 
Antarmuka tambah gedung merupakan halaman yang menampilkan form isian 
yang berfungsi untuk menambah data gedung baru yang akan disimpan oleh sistem. 
 
Gambar V.6 Antarmuka Tambah Gedung 
g) Antarmuka Ubah Gedung 
Antarmuka ubah gedung merupakan halaman yang menampilkan form yang 
berfungsi untuk mengubah data gedung yang telah dipilih. 
 
Gambar V.7 Antarmuka Ubah Gedung 
h) Antarmuka Access Point 
Antarmuka access point merupakan halaman yang berisikan tabel yang 
berfungsi untuk menampilkan daftar perangkat yang telah ditambahkan kedalam sistem 






Gambar V.8 Antarmuka Access Point 
i) Antarmuka Tambah Access Point 
Antarmuka tambah access point merupakan halaman yang menampilkan form 
isian yang berfungsi untuk menambahkan data perangkat yang akan dimonitoring oleh 
sistem. 
 
Gambar V.9 Antarmuka Tambah Access Point 
j) Antarmuka Ubah Access Point 
Antarmuka ubah access point merupakan halaman yang menampilkan form 






Gambar V.10 Antarmuka Ubah Access Point 
k) Antarmuka Laporan 
Antarmuka laporan merupakan halaman yang menampilkan data hasil 
monitoring dalam bentuk tabel dan grafik. Halaman ini berfungi untuk menampikan 
tiga data yaitu data status, data traffic, dan data client. Pada halaman ini data status 
akan ditampilkan dalam bentuk tabel dan data lainnya akan ditampilkan dalam bentuk 
grafik. 
 






Gambar V.12 Antarmuka Laporan Traffic 
 
 
Gambar V.13 Antarmuka Laporan Client 
 
2. Antarmuka Monitoring 
Antarmuka monitoring merupakan halaman yang menampilkan daftar 
perangkat yang telah ditambahkan kedalam sistem. Halaman ini berfungsi 
untuk melakukan proses monitoring pada perangkat yang telah ditambahkan 
oleh sistem. Halaman ini akan menampilkan kondisi perangkat yang sedang 






Gambar V.14 Antarmuka Monitoring Status Down 
Pada gambar diatas menunjukkan daftar perangkat yang sedang 
dimonitoring dimana keadaan perangkat tersebut sedang terjadi masalah atau 
tidak terhubung sehingga menampilkan status Down. 
 
Gambar V.15 Antarmuka Monitoring Status Up 
Pada gambar diatas menunjukkan kondisi dimana perangkat yang sedang 
dimonitoring dalam keadaan terhubung dan tidak terjadi masalah sehingga 






B. Pengujian Sistem 
1. Pengujian White Box 
Pengujian sistem merupakan tahap sebelum terakhir dalam 
pembangunan sistem. Pada tahap ini, sistem akan diuji coba baik itu dari segi 
logika dan fungsi-fungsi agar layak untuk diimplementasikan. Adapun teknik 
pengujian sistem yang digunakan yaitu white box dengan menggunakan metode 
Cyclomatic Complelexity (CC). 
Dalam menguji suatu sistem, bagan alir program (flowchart) yang 
didesain sebelumnya dipetakan ke dalam bentuk bagan alir control (flowgraph). 
Hal ini memudahkan untuk penentuan jumlah region, Cyclomatic Complexity 
(CC) dan independent path. Jika jumlah region, Cyclomatic Complexity (CC) 
dan independent path sama besar maka sistem dinyatakan benar, tetapi jika 
sebaliknya maka sistem masih memiliki kesalahan, mungkin dari segi logika 
maupun dari sisi lainnya.  
Cyclomatic Complelexity (CC) dapat dihitung dengan menggunakan   
rumus: 
V(G) = E – N + 2 
Dimana: 
E = jumlah edge pada flowgraph 
N = Jumlah node pada flowgraph 
Rumusan pemetaan flowchart ke dalam flowgraph dan proses perhitungan 





a. Prosedur Pengujian 
Persiapan yang dilakukan dalam melakukan pengujian adalah sebagai berikut  
1) Menjalankan service apache. 
2) Menyesuaikan ip address sistem dengan router 
3) Melakukan proses pengujian 
4) Mencatat hasil pengujian 
b. Pengujian Sistem 
 







E = 8  N = 8  R = 2 
Penyelesaian : 
CC = (8-8) + 2 = 2 
Independent Path : 
Path 1 = 1-2-3-4-5-6-5-7-8 
Path 2 = 1-2-3-4-5-6-7-8 
  
Tabel V.1 Pengujian Sistem 
NODE SOURCE CODE 
1 <?php if ( ! defined('BASEPATH')) exit('No direct script access 
allowed'); 
2 function auth() 
{ 
  $stat = $this->login_model->CekUser($this->input-    
>post('username'), md5($this->input->post('password'))); 
  if ($stat == 1) { 
   $row = $this->login_model->DataLogin($this->input-
>post('username'), md5($this->input->post('password'))); 
   $data = array( 
                'logged' => TRUE, 
                'username' => $row->username, 
                'namalengkap' => $row->nama_lengkap 
            ); 
            $this->session->set_userdata($data); 
            echo "success"; 
        }  
        else  
        { 
         echo "fail"; 
        } 
 } 
3 function insert($data){ 
 
  $data = array( 
   'id' => $data['id'], 
   'kode_gedung' => $data['kode_gedung'], 
   'nama_gedung' => $data['nama_gedung'] 





  $this->db->insert('tb_gedung',$data); 
  if($this->db->affected_rows() > 0) 
  { 
       return true; 
       } 
  else 
  { 
         return false; 





  $data = array( 
   'id' => $data['id'], 
   'nama_ap' => $data['nama_ap'], 
   'ip_address' => $data['ip_address'], 
   'gedung' => $data['gedung'], 
   'lantai' => $data['lantai'], 
  ); 
  $this->db->insert('tb_ap',$data); 
  if($this->db->affected_rows() > 0) 
  { 
       return true; 
       } 
  else 
  { 
         return false; 
       } 
 
 } 
4 function Ping(ip, id, urlstatus, urltraffic, urlclient) { 
 $.ajax({ 
      url  : urlstatus, 
      type  : 'post', 
      data   : {ip:ip, id:id}, 
      enctype :"multipart/form-data", 
      async  : true, 
      success : function(response){ 
5 if(response == "down") 





  $("#up"+id).show(); 
  $("#down"+id).hide(); 
  Traffic(ip,id,urltraffic); 











c.  Pengujian Fungsi CheckStatus 
 
 






E = 8  N = 8 R = 2 
Penyelesaian : 
CC = (8-8) + 2 = 2 
Independent Path : 
Path 1 = 1-2-3-4-5-7-8 
Path 2 = 1-2-3-4-5-6-7-8 
Tabel V.2 Pengujian Fungsi CheckStatus 
NODE SOURCE CODE 
1 public function CheckStatus(){ 
2 $ip = $_POST['ip']; 
$id = $_POST['id']; 
3 error_reporting(0); 
$starttime = microtime(true); 
$file      = fsockopen ($ip, 80, $errno, $errstr, 1); 
$stoptime  = microtime(true); 
$status    = 0; 
if (!$file) $status = -1;  // Site is down 
else { 
 fclose($file); 
 $status = ($stoptime - $starttime) * 1000; 
 $status = floor($status); 
} 
4 $laststat = ($this->home_model->GetLastStat($id)==null)?"":$this-
>home_model->GetLastStat($id)[0]->keterangan; 
5 if ($status != -1) 
{ 
if ($laststat == "" or $laststat == "Down") 
{ 
6 $data = array( 
 'id' => "", 
 'id_ap' => $id, 
 'tanggal' =>$date, 
 'waktu' => $time, 
 'keterangan' => $status 
); 
$this->home_model->InsertStat($data); 






d. Pengujian Fungsi CheckTraffic 
 
Gambar V.18 Pengujian Fungsi CheckTraffic 
 
Diketahui : 
E = 9  N = 9  R = 2 
Penyelesaian : 
CC = (9-9) + 2 = 2 
Independent Path : 
Path 1 = 1-2-3-4-5-7-8-9 





Tabel V.3 Pengujian Fungsi CheckTraffic 
NODE SOURCE CODE 
1 public function Traffic() { 
2 $ip = $_POST['ip']; 
$id = $_POST['id']; 
3 $data_tx = @snmp2_get($ip, "cisco", "ifOutOctets.1",1000); 
  if (empty($data_tx)){ 
   $traffic_tx =  "error"; 
  } 
  else{ 
   $tx = explode(" ", $data_tx); 
   $traffic_tx = $tx[1]; 
  } 
 
  $data_rx = @snmp2_get($ip, "cisco", 
"ifInOctets.1",1000); 
  if (empty($data_rx)) 
  { 
   $traffic_rx = "error"; 
  } 
  else 
  { 
   $receive = explode(" ", $data_rx); 
   $traffic_rx = $receive[1]; 
  } 
 
  $data['tx'] = $traffic_tx; 
  $data['rx'] = $traffic_rx; 
4 $idtraffic = ($this->home_model-
>CheckTrafficData($id,$date)==null)?"":$this->home_model-
>CheckTrafficData($id,$date)[0]->id; 
5 if ($idtraffic = "") 
   { 
6 $traffic_data = array( 
 'id' => "", 
 'id_ap' => $id, 
 'transmite' => $data['tx'], 
 'receive' => $data['rx'], 




$traffic_data = array( 
 'id' => $idtraffic, 
 'transmite' => $data['tx'], 
 'receive' => $data['rx'], 











e. Pengujian  Fungsi CheckClient 
 
 






E = 11  N = 10  R = 3 
Penyelesaian : 
CC = (11-10) + 2 = 3 
Independent Path : 
Path 1 =1-2-3-4-5-6-9-10 
Path 2 =1-2-3-4-5-7-9-10 
Path 3 =1-2-3-4-5-7-8-9-10 
Tabel V.4 Pengujian Fungsi CheckClient 
NODE SOURCE CODE 
1 public function Client(){ 
2 $ip = $_POST['ip']; 
$id = $_POST['id']; 
3 $datac = @snmp2_walk($ip, "cisco", 
"1.3.6.1.4.1.9.9.273.1.1.2.1.1",1000); 
  if (empty($datac) or $datac == "") 
  { 
   // $client = "error"; 
   $client = 0; 
  } 
  else 
  { 
   $DataClient = $datac[0]; 
   $ExplodeDataClient = explode(" ", 
$DataClient); 
   $client = $ExplodeDataClient[1]; 
  } 
4 $lastclient = ($this->home_model-
>CheckDataClient($id,$date)==null)?"":$this->home_model-
>CheckDataClient($id,$date)[0]->jumlah_client; 
5 if (!empty($lastclient)) 
  { 
6 $array_data = array( 
 'id' => "", 
 'id_ap' => $id, 
 'jumlah_client' => $client, 







7 if($lastclient < $client) 
{ 
8 $array_data = array( 
  'id_ap' => $id, 
  'jumlah_client' => $client, 




9 echo $client; 
10 } 
 
f. Hasil Pengujian 
Tabel V.5 Rekapitulasi Hasil Pengujian Perangkat Lunak 
Rekapitulasi Hasil Pengujian Perangkat Lunak 
No Nama Modul / Menu CC Region Path Keterangan 
1. Sistem  2 2 2 Benar 
2. CheckStatus  2 2 2 Benar 
3. CheckTraffic 2 2 2 Benar 
4. CheckClient 3 3 3 Benar 
 
Berdasarkan hasil perhitungan region, Cyclomatic Complexity (CC) dan 
indenpendent path diatas, maka dapat disimpulkan bahwa hasil pengujian sistem 
dengan menggunakan white box dengan menggunakan metode Cyclomatic Complexity 
(CC) telah benar dan tidak memiliki kesalahan baik dari segi logika maupun fungsi dan 





2. Pengujian Black Box 
Pengujian sistem merupakan proses pengeksekusian sistem perangkat 
lunak untuk menentukan apakah sistem tersebut cocok dengan spesifikasi 
sistem dan berjalan di lingkungan yang diinginkan. Pengujian sistem sering 
diasosiasikan dengan pencarian bug, ketidak sempurnaan program, kesalahan 
pada program yang menyebabkan kegagalan pada eksekusi sistem perangkat 
lunak. 
Pengujian dilakukan dengan menguji setiap proses dan kemungkinan 
kesalahan yang terjadi untuk setiap proses. Adapun pengujian sistem yang 
digunakan adalah Black box. Pengujian Black box yaitu menguji perangkat 
lunak dari segi spesifikasi fungsional tanpa menguji desain dan kode program. 
Pengujian dimaksudkan untuk mengetahui apakah fungsi-fungsi, masukan, dan 
keluaran dari perangkat lunak sesuai dengan spesifikasi yang dibutuhkan. 
a. Prosedur Pengujian 
Persiapan yang dilakukan dalam menguji aplikasi adalah sebagai berikut : 
1) Menjalankan service apache. 
2) Menyesuaikan ip address sistem dengan router 
3) Melakukan proses pengujian 
4) Mencatat hasil pengujian 
 
b. Hasil Pengujian  





Tabel Uji Menu Utama (Monitoring) digunakan untuk mengetahui 
apakah menu Monitoring yang terdapat dalam sistem ini dapat berfungsi 
dengan baik sesuai dengan yang diharapkan. Berikut tabel pengujian menu 
Monitoring: 
Tabel V.6 Pengujian Menu Utama (Monitoring) 
Kasus dan Hasil Uji (Data Benar) 





perangkat yang sedang 
dimonitoring beserta 





traffic, dan client 
perangkat 
[ √ ] Diterima 
[    ] Ditolak 
 
2) Pengujian Menu Login 
Tabel Uji Menu Login digunakan untuk mengetahui apakah fitur untuk 
Login pada sistem ini dapat berfungsi dengan baik sesuai dengan yang 
diharapkan. Berikut tabel pengujian Menu Login : 
Tabel V.7 Pengujian Menu Login 
Kasus dan Hasil Uji (Data Benar) 








akses panel kontrol 
Halaman login tampil 
dan berisi form 
autentikasi    
[ √ ] Diterima 








3) Pengujian Menu Laporan 
Tabel Menu Laporan digunakan untuk mengetahui apakah menu 
laporan bisa menampilkan laporan dalam bentuk tabel dan grafik. Berikut tabel 
uji menu Laporan : 
Tabel V.8 Pengujian Menu Laporan 
Kasus dan Hasil Uji (Data Benar) 










dalam bentuk tabel 
dan grafik  
[ √ ] Diterima 
[    ] Ditolak 
 
4) Pengujian Menu Access Point 
Tabel pengujian menu access point digunakan untuk mengetahui 
apakah menu access point yang terdapat dalam sistem ini dapat berfungsi 
dengan baik sesuai dengan yang diharapkan. Berikut tabel pengujian menu 
access point : 
Tabel V.9 Pengujian Menu Access Point 
Kasus dan Hasil Uji (Data Benar) 











tambah access point, 
ubah access point, 
Daftar perangkat 
tampil dalam bentuk 
tabel dilengkapi 
menu tambah, ubah, 
dan hapus access 
point 
[ √ ] Diterima 
















Form tambah access 
point tampil dan 
berhasil menyimpan 
data perangkat 
[ √ ] Diterima 
[    ] Ditolak 











[ √ ] Diterima 
[    ] Ditolak 





Point yang dipilih 
Data perangkat yang 
dipilih berhasil 
terhapus 
[ √ ] Diterima 
[    ] Ditolak 
 
5)  Pengujian Menu Gedung 
Tabel uji Menu gedung digunakan untuk mengetahui apakah menu 
gedung yang terdapat dalam sistem dapat berfungsi dengan baik sesuai dengan 
yang diharapkan. Berikut tabel uji menu Gedung : 
Tabel V.10 Pengujian Menu Gedung 
Kasus dan Hasil Uji (Data Benar) 









tambah gedung, ubah 
gedung, dan hapus 
gedung 
Daftar gedung 
tampil dalam bentuk 
tabel dilengkapi 
menu tambah, ubah, 
dan hapus gedung 
[ √ ] Diterima 














gedung tampil dan 
berhasil menyimpan 
data perangkat 
[ √ ] Diterima 
[    ] Ditolak 










[ √ ] Diterima 






gedung yang dipilih 
Data gedung yang 
dipilih berhasil 
terhapus 
[ √ ] Diterima 
[    ] Ditolak 
 
6) Pengujian Menu User 
Tabel pengujian menu user digunakan untuk mengetahui apakah menu 
user yang terdapat dalam aplikasi ini dapat berfungsi dengan baik sesuai dengan 
yang diharapkan. Berikut tabel pengujian menu user: 
Tabel V.11 Pengujian Menu User 
Kasus dan Hasil Uji (Data Benar) 





User yang telah 
dimasukkan dalam 
database, menampilkan 
tombol tambah User, 
ubah User, dan hapus 
User 




ubah, dan hapus 
gedung 
[ √ ] Diterima 





Mengubah data user dan 
menampilkan kembali 
Form tambah 




[ √ ] Diterima 





Klik icon Ubah 
User pada 
menu User 
Menampilkan form berisi 








[ √ ] Diterima 





Menghapus data user 
yang dipilih 
Data user yang 
dipilih berhasil 
terhapus 
[ √ ] Diterima 
[    ] Ditolak 
 
7) Pengujian Menu Logout 
Tabel pengujian menu logout digunakan untuk mengetahui apakah 
menu logout yang terdapat dalam aplikasi ini dapat berfungsi dengan baik 
sesuai dengan yang diharapkan. Berikut tabel pengujian menu logout : 
Tabel V.12 Pengujian Menu Logout 
Kasus dan Hasil Uji (Data Benar) 











[ √ ] Diterima 
[    ] Ditolak 
 
c. Kesimpulan Hasil Pengujian  
Berdasarkan hasil pengujian yang telah dilakukan, disimpulkan bahwa proses 
sistem yang dilakukan sudah benar sehingga secara fungsional sistem sudah dapat 
menghasilkan output yang diharapkan. 
Hasil penelitian ini juga membuktikan kebenaran Al-Quran dimana dalam 





mempersulitnya dan senantiasa menghadirkan Allah dalam mengerjakan segala 
sesuatu karena malaikat senantiasa mencatat apa saja yang dikerjaka oleh manusia. Hal 
ini dibuktikan dalam Al-Quran Surah Qaf ayat 18 yang berbunyi: 
  دِيتَع   بِيقَر  ِهَْيدَل  َِلّإ   لَْوق  ْنِم   ظِفْلَي اَم 
Terjemahnya : 
Tiada suatu ucapanpun yang diucapkannya melainkan ada di dekatnya malaikat 
pengawas yang selalu hadir. (Departemen Agama, 2008) 
 
Sesuai dengan hasil penelitian di atas menyatakan bahwa rancang bangun 
sistem monitoring access point berbasis web pada kampus II UIN Alauddin Makassar 
dapat memudahkan network administrator dalam mengawasi dan mendeteksi masalah 
yang terjadi pada perangkat yang digunakan sehingga dapat memberikan pelayanan 
yang maksimal pada pengguna. Sistem ini juga membantu menolong dan memberikan 













Berdasarkan implementasi dan hasil pengujian diantaranya black box testing 
dan white box testing, maka telah dapat ditarik kesimpulan bahwa tujuan penelitian 
untuk merancang dan membangun sistem Monitoring Access Point berbasis Web pada 
kampus II UIN Alauddin Makassar sehingga dapat mempermudah network 
administrator untuk memonitoring perangkat Access Point yang digunakan., 
dinyatakan telah tercapai. Hasil pengujian White-box memperlihatkan setiap algoritma 
yang dijalankan oleh sistem berjalan sesuai dengan yang diharapkan sehingga dapat 
menampilkan hasil monitoring pada setiap perangkat dengan baik. Hasil pengujian 
Black-box memperlihatkan setiap menu dan fitur yang terdapat pada sistem berjalan 
sesuai yang diharapkan sehingga network administrator bisa dengan menambah data 
perangkat yang akan dimonitoring kemudian melihat data hasil monitoring dalam 
bentuk tabel dan grafik. 
B. Saran 
Sistem ini masih jauh dari kesempurnaan, untuk menciptakan sebuah sistem 
yang baik tentu perlu dilakukan pengembangan baik dari sisi manfaat maupun dari sisi 
kerja sistem, berikut beberapa saran bagi yang ingin mengembangkan sistem yang 





1. Pada sistem ini perlu adanya pengembangan fitur yang berjalan pada 
perangkat mobile, perbaikan metode monitoring  serta beberapa perbaikan User 
Interface yang lebih baik guna mempermudah penggunaan aplikasi ini. 
2. Penjelasan secara mendalam tentang keterkaitan penelitian dengan agama 
islam baik itu melalui firman-firman Allah swt. (Al Qur’an) maupun hadits-
hadits nabi. 
Demikian saran yang dapat penulis berikan, semoga saran tersebut bisa 
dijadikan sebagai bahan masukan yang dapat bermanfaat bagi penulis khususnya dan 
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