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RESUMEN 
 
en esta tesis lo que se presenta trata de un enlace inalámbrico zigbee para un sistema de 
alumbrado led, cuyo sistema será controlado mediante un ordenador, utilizando la 
tecnología inalámbrica zigbee y un sensor que active este sistema al detectar la presencia 
de alguna persona. 
Con los módulos zigbee podremos ordenar a nuestro controlador la cantidad de luz que 
nosotros deseemos, independientemente de que el sensor de presencia detecte alguna 
persona, enviando órdenes mediante radiofrecuencia desde nuestro ordenador a la tarjeta 
controladora del sistema de alumbrado led 
El detector de presencia solo permitirá la activación de nuestro sistema de alumbrado led, 
al detectar la presencia humana en el radio de acción el sensor 
Este sistema nos permitirá el ahorro de energía de manera considerable, ya que con la 
iluminación led, obtendremos ahorros de hasta un 80% en comparación con las lámparas 
tradicionales, así también como el 15 % adicionar que nos proporciona el sensor de 
presencia 
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ABSTRACT 
 
In this thesis what is presented is a zigbee wireless link for a led lighting system, whose 
system will be controlled by a computer, using zigbee wireless technology and a sensor 
that activates this system to detect the presence of someone. 
With the zigbee modules we can order our controller the amount of light we want, 
regardless of whether the presence sensor detects any person, sending orders by radio 
frequency from our computer to the control card of the led lighting system 
The presence sensor will only allow the activation of our LED lighting system, when 
detecting the human presence in the radius of action the sensor 
This system will allow us to save energy considerably, since with LED lighting, we will 
obtain savings of up to 80% compared to traditional lamps, as well as the additional 
15% provided by the presence sensor
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1 ANTECEDENTES HISTORICOS 
1.1 HISTORIA DE LA ILUMINACION 
1.1.1 EL FUEGO 
En la prehistoria el hombre descubrió el fuego y lo utilizó para obtener calor y cocer 
alimentos, y no tardó mucho en usarlo para la iluminación de sus cavernas mediante las 
llamas. La luz solar se aprovechaba durante el día. 
 
De este modo la llama fue la primera forma de iluminación artificial utilizada por el 
hombre. Se calcula que hace alrededor de unos 500.000 años se utilizó la llama para 
aclarar las tinieblas. 
 
Se encontraron restos de hogares y fogones, en los que se utilizaba como combustibles 
madera, carbón de leña y grasas animales. 
 
El primer candil probablemente haya aparecido hace 50.000 años, usando como 
combustibles aceite o grasa de origen animal del que además se utilizaba el cráneo para 
colocar en su interior estos combustibles con una mecha de trenza de pelos. Más tarden 
se fabricaron unos tipos de recipientes de piedra para la misma función. 
 
Candiles llamados lúchnoi se usaron en la antigua Grecia. Estaban realizados con una 
variedad de materiales como ser metales y cerámica; lucían muy similares a lo que hoy 
se piensa como lámpara de Aladino. 
 
 
 
 
 
 
 
 
Figura 01. primera forma de iluminación (fuego) 
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1.1.2 LÁMPARAS DE ACEITE 
Las lámparas de terracota que datan de 7000 a 8000 A.C y también en 2700 A.C. en las 
regiones de Egipto y Persia. Lámparas con mechas vegetales que quemaban aceites de 
olivo o nuez y que eran de uso doméstico. Con el descubrimiento del petróleo se produjo 
una nueva fuente de gran eficiencia luminosa. Durante varios años el 80% de las patentes 
anuales se destinaron a este tipo de luminarias y su uso común fue principalmente en los 
ambientes domésticos, industriales y de alumbrado público. 
 
Más tarde, en la Edad Media, aparecieron otros tipos de iluminación, como 
las linternas con pabilos internos. La iluminación de amplios recintos se realizaba con 
hacheros y candelabros de hierro forjado, artesanalmente ornamentados. Las velas se 
mejoraron y al encenderse producían menos humo. 
 
En 1859 se realizan en Estados Unidos las lámparas de querosén, derivado del petróleo 
por destilación. 
 
 
 
 
 
 
 
 
Figura 02 forma de iluminación con lámpara de aceite 
 
1.1.3 ILUMINACIÓN A GAS 
 Los chinos fueron los pioneros en utilizar gas como fuente de iluminación. Por medio de 
ingeniería primitiva, extraían el gas de yacimientos subterráneos por medio de tuberías 
de bambú y lo usaban para iluminar algunos edificios. La primera instalación de 
luminarias de gas, se usó en 1784 por William Murdock para iluminar su casa en 
Inglaterra. Posteriormente, se iluminaron almacenes, a los cuáles se conducía el gas por 
medio de ductos metálicos. A pesar del temor que tenía el público por la seguridad del 
gas, F. A.Windsor instaló por primera vez luminarias en las vías públicas de Londres. 
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Este sistema de alumbrado se adoptó en muchas ciudades de países europeos y 
americanos, pero finalmente fue sustituido por la electricidad durante el siglo XX. 
 
 
 
 
 
 
 
 
Figura 03. forma de Iluminación con gas 
 
1.1.4 ILUMINACIÓN ELÉCTRICA 
El químico inglés Sir Humphry Davy inventó la primera lámpara eléctrica de 
arco provocando la incandescencia de un hilo fino de platino en el aire al aplicar tensión 
en sus extremos para que circulase corriente. 
 
Basándose en los descubrimientos de Davy, el francés Foucault desarrolló una lámpara 
de arco, que por descarga eléctrica entre dos electrodos de carbón producía luz. Este 
método se utilizó para el alumbrado exterior en las calles. 
 
Sir Joseph swan y Thomas Edison inventaron la primera lámpara 
eléctrica incandescente en la década de 1870.  Y Thomas Edison encendió la primera 
lámpara con filamento de carbono en Nueva York, el 27 de octubre de 1879, y se mantuvo 
por dos días en funcionamiento continuo. 
 
 
 
 
 
 
 
Figura 04. forma de iluminación eléctric 
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1.1.5 LAS LÁMPARAS DE DESCARGA ELÉCTRICA.  
En 1850 Heinrich Geissler, un físico alemán, inventó el tubo Geissler, el cual demostró 
la producción de luz por medio de una descarga eléctrica a través de gases nobles. Los 
tubos se usaron inicialmente solo para experimentos. La investigación del uso de gases 
nobles para le iluminación era continua. Lámparas de neón, su uso fue rápidamente 
aceptado para el diseño de anuncios, debido a su flexibilidad, luminosidad y sus brillantes 
colores. Pero debido a su baja eficiencia y sus colores particulares nunca encontró 
aplicación en la iluminación general.  
 
Lámpara de alta presión de sodio. Su principal aplicación es el alumbrado público. Las 
lámparas fluorescentes se introdujeron comercialmente en 1938, y su rápida aceptación 
marcó un desarrollo importante en el campo de iluminación artificial. No fue hasta 1944 
que las primeras instalaciones de alumbrado público con lámparas fluorescentes se 
hicieron. 
 
Figura 05. forma de iluminación de descarga eléctrica 
 
1.1.6 LÁMPARAS LED. 
 A principios del siglo XX, Oleg Vladimirovich Losev independientemente creó el primer 
LED a mediados de los años 20, su investigación a pesar de ser distribuida en Europa fue 
mayormente ignorada. En 1961, en los laboratorios de Texas Instruments lograron 
producir radiación infrarroja, por lo cual les fue entregada una patente para el LED de luz 
infrarroja. En General Electric, Nick Holonyak Jr. desarrolló el primer LED práctico de 
luz visible en 1962, el cual es considerado como el padre de los LED Holonyack predijo 
en 1963, en la edición de febrero de Reader’s Digest que sus lámparas LED reemplazarían 
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la bombilla incandescente de Edison de forma gradual. Hoy esta tecnología desempeña 
un papel cada vez más grande en nuestro mundo moderno. 
 
 
Figura 06. forma de iluminación led 
 
LAS LÁMPARAS LED 
Los LEDs son básicamente pequeños diodos que producen luz cuando una corriente 
eléctrica pasa a través del material semiconductor del que se componen. Es un elemento 
sólido de gran duración y resistencia que, a diferencia de una bombilla eléctrica 
convencional, no tiene una resistencia ni cristales que puedan romperse o quemarse. Un 
diodo es el dispositivo semiconductor más simple que hay. Es básicamente un material 
semiconductor compuesto por un material de conducción pobre al que le han agregado 
“impurezas”. Este proceso se conoce como “dopaje”, y las impurezas agregadas no son 
más que átomos de otro elemento, que modifica las propiedades de conducción del 
material. En el caso de los LEDs este material es típicamente Arseniuro de galio-
Aluminio. En el Arseniuro de galio-Aluminio puro, todos los átomos se enlazan 
perfectamente entre sí, lo cual no deja electrones libres para producir una corriente 
eléctrica. Cuando se dopa el material, se modifica el balance agregando electrones libres 
(cargas negativas) o “agujeros” (cargas positivas). Dependiendo del material que se 
agregue lo cual modifica sus propiedades de conductividad y define el tipo de 
semiconductor que se crea. 
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Figura 07. formas de dispositivos leds 
 
1.1.7 HISTORIA DEL LED 
A principios del siglo XX Henry Round fue el primero en notar que una unión de 
semiconductores podía producir luz. El ruso Oleg Vladimirovich Losev 
independientemente creó el primer LED a mediados de los años 20, su investigación a 
pesar de ser distribuida en Europa fue mayormente ignorada. Investigadores en los 
laboratorios de Texas Instruments encontraron en 1961 que una aleación de Arseniuro de 
galio producía radiación infrarroja, por lo cual les fue entregada una patente para el LED 
de luz infrarroja. En General Electric, Nick Holonyak Jr. desarrolló el primer LED 
práctico de luz visible en 1962, el cual es considerado como el padre de los LEDs. 
Holonyack predijo en 1963, en la edición de febrero de Reader’s Digest que sus LEDs 
gradualmente reemplazarían la bombilla incandescente de Edison, actualmente esta 
tecnología desempeña un papel cada vez más grande en nuestro mundo moderno. 
 
1.1.8 VENTAJAS DE LAS LAMPARAS LED 
 
1.1.8.1 Durabilidad y alto flujo luminoso 
A diferencia de las fuentes convencionales de luz, los LEDs no fallan ni se funden. En su 
lugar, el rendimiento de los LEDs se degrada poco a poco a lo largo de su vida y como 
media llegan a perder paulatinamente el 30% de su intensidad después de 60.000 hrs. de 
funcionamiento. En caso de estar 12 hrs. al día encendidos, este periodo se traduciría en 
un periodo de 11 años. 
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1.1.8.2 Mantenimiento 
 
Una bombilla incandescente tiene 1.000 hrs. de vida y una fluorescente cuenta 
aproximadamente con 9.000. Las 60.000 hrs. del LED reduce los gastos periódicos de 
mantenimiento y sustitución de lámparas. Igualmente, su estado sólido les permite ser 
expuestos a temperaturas extremas y entornos vibratorios. 
 
1.1.8.3 Eficiencia Energética 
 
Los LEDS utilizados por GRUPO OCEANIS son más eficientes que las bombillas 
incandescentes y halógenas. Emiten más de 90 lumens por vatio consumido y emiten luz 
direccional, lo que las convierte en más eficientes que otras fuentes de luz incluidas las 
fluorescentes. El dato es muy superior si lo comparamos con las bombillas halógenas, que 
emiten 20 lumens por vatio.Además, la emisión de haces de luz concentrados garantiza 
el aprovechamiento de la energía frente al desperdicio que supone la emisión de luz 
dispersa, junto con la utilización de colores vivos 
sin necesidad de filtros ni geles. 
 
1.1.8.4 Pequeño tamaño 
 
Los LEDs son mucho más pequeños que las fuentes convencionales de luz, lo que ha 
permitido un cambio radical en el diseño de luminarias. Ahora, la fuente de luz se puede 
ocultar completamente y crear un efecto mágico cuando la luminaria se enciende. La 
flexibilidad del LED nos ofrece un mundo de posibilidades e innovadoras soluciones, 
nunca antes concebibles. 
 
1.1.8.5 Más color. 
 
Los LEDs no requieren filtros para crear color, lo que hace que los colores estén saturados 
y sin desperdicio de luz. Los colores rojo, verde y azul intenso pueden ser producidos 
directamente monocromáticamente desde el mismo LED. Cuando se utilizan filtros, se 
bloquean los elementos no deseados de la luz blanca y se desperdicia energía. Un ejemplo 
es el caso de los semáforos, en los que un LED de 12W de color rojo sustituye una 
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bombilla de 150W. Los LEDs de colores primarios también pueden utilizarse para crear 
sistemas RGB formando una amplia gama de colores. 
 
 
1.1.8.6 Luz directa 
 
La luz emitida por un LED es direccional. Las fuentes de luz convencional emiten la luz 
en todas direcciones y se utilizan reflectores para orientar el haz de luz hacia el objeto a 
iluminar. Cada vez que el haz es reflejado, pierde de un 40 a un 60% de intensidad, lo que 
se significa que en algunos casos se pierde más de la mitad de la luz que no alcanza la 
dirección deseada. La direccionalidad natural de los LEDs resulta en una eficiencia del 
80 al 90% así que se requieren menos lúmenes totales para proporcionar el mismo nivel 
de iluminación. 
 
1.1.8.7 Robustez. 
 
LED son dispositivos en estado sólido sin piezas móviles ni filamentos. Así, los LEDs 
pueden ser manejados en entornos peligrosos incluidos aquellos en los que se 
experimentan altas vibraciones o fuertes impactos. No hay riesgos de contaminación, 
ruptura, destrucción o fuga por lo que su naturaleza los hace extremadamente resistentes 
y duraderos. Por otro lado, muchas fuentes de luz no están bien adaptadas a ambientes 
fríos y los LEDs soportan condiciones ambientales de hasta -40º C, simplificando el 
diseño y la reducción de los costos para aplicaciones específicas. 
 
1.1.8.8 Intensidad regulable sin alteración del color. 
 
Los LEDs son totalmente regulables sin alterar ni sacrificar sus propiedades. Por lo tanto, 
la modificación de la intensidad luminosa no hace que varíe la temperatura del color del 
LED. 
 
1.1.8.9 Medio ambiente 
 
El LED es la fuente de luz más ecológica. A diferencia de las fuentes de luz fluorescentes, 
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los LEDs no contienen mercurio ni otras sustancias contaminantes. La eliminación del 
mercurio del sistema de iluminación le permitirá satisfacer las cada vez más estrictas 
regulaciones ambientales. Igualmente, su mínimo consumo y mantenimiento contribuyen 
al ahorro energético. 
 
1.1.8.10 Fuente fría de luz 
 
Las fuentes de luz convencionales contienen radiación ultravioleta. La radiación puede 
dañar algunos materiales, causar alteraciones de color o degradarlos. Para la iluminación 
de objetos delicados, como es el caso de los museos, los LEDs son la solución ideal. La 
baja temperatura de los LEDs, también los hace susceptibles de ser instalados en áreas 
sensibles al calor. Se ha sustituido fuentes halógenas por LEDs en espacios en los que 
éstas creaban problemas de seguridad debido al exceso de calor. 
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CAPITULO II 
MARCO TEORICO 
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2.1 DETECTORES DE PRESENCIA 
 
 Como Su Nombre Lo Dice Es Un Sensor Cuya Función Principal Es Informarnos Sobre 
La Existencia De Algún Individuo dentro de Su Radio De Acción 
 
2.1.1 Tipos de detectores de presencia 
2.1.1.1 Detectores por infrarrojos 
 
Los detectores de presencia más sencillos y habituales son los denominados Passive 
Infrared (PIR) y están basados en la diferencia de calor emitido por los seres humanos en 
movimiento respecto al del espacio vacío. Estos sensores, de tipo pasivo, no son capaces 
de “ver” a través de obstáculos, incluyendo cristal, y poseen una sensibilidad baja, por lo 
que no se recomienda para pequeños movimientos o para superficies amplias. Así mismo, 
estos modelos se caracterizan por detectar peor los movimientos hacia o desde el detector, 
que los movimientos que “cruzan” su campo de visión. 
Por todo ello, los detectores PIR están indicados en zonas de paso como escaleras o 
aparcamientos, pero es necesario evitar fuentes de calor que apunten directamente o se 
encuentren cercanas, ya que desestabilizan el sensor. 
 
 
 
 
 
 
 
 
 
 
Figura 08 detectores de presencia tipo infrarrojo (PIR) 
 
 
12 
 
2.1.1.2 Detectores por ultrasonidos 
 
Una tecnología más avanzada que la anterior para detectar movimiento es la basada en la 
emisión de ondas de ultrasonidos fuera del rango de audición humana. En este caso, la 
diferencia entre la frecuencia de la onda emitida y recibida es interpretada como la 
existencia de personas. Estos sensores, de tipo activo, son capaces de “ver” a través de 
esquinas y objetos, por lo que son aconsejables para la detección de movimientos 
pequeños y suelen cubrir superficies mayores. 
 
Este tipo de detector está indicado para las oficinas, las salas de reuniones, así como 
pasillos largos y vestíbulos. Su principal desventaja es que no sólo responden al 
movimiento humano, sino que también el movimiento de puertas, ventanas, cortinas, o 
incluso papeles saliendo de una impresora podrían activar el detector. 
Una variedad menos avanzada de los detectores de ultrasonidos son los denominados 
“pasivos” o “microfónicos”, que se basan simplemente en la detección de presencia por 
medio de “escuchar” el sonido emitido en un amplio rango de frecuencias. A pesar de que 
es posible configurar para que “aprendan” a distinguir sobre algunos ruidos de fondo 
continuos como el aire acondicionado o motores, los modelos pasivos provocan un mayor 
porcentaje de falsos encendidos respecto a los modelos activos. 
 
Este tipo de detectores funcionan bien en aplicaciones tales como puestos de trabajo en 
oficinas, almacenes, trasteros, etc. 
 
 
 
 
 
 
 
Figura 09 detectores de presencia tipo ultrasónico 
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2.1.2 Detectores duales 
Los detectores más avanzados son los que combinan las dos tecnologías anteriores, 
infrarrojos y ultrasonidos, tanto pasivos como activos, y son denominados “duales”. La 
ventaja que ofrecen es la eliminación de falsos encendidos y apagados, así como el 
aumento de la sensibilidad y de la superficie cubierta. 
Los duales son los más indicados para espacios donde se requiere un alto nivel de 
detección, por lo que las aplicaciones más indicadas son salas de conferencias o aulas, así 
como el resto de situaciones en los que el resto de tecnologías causaría errores. 
En conclusión, los diferentes modelos permiten su utilización en todo tipo de aplicaciones 
y además, en algunos casos podrás encontrar ayudas públicas para su instalación. Ya no 
hay excusa para dejarse las luces encendidas. 
 
 
 
 
 
 
 
Figura 10. detectores de presencia tipo duales 
2.2 COMUNICACIÓN INALAMBRICAZIGBEE 
Zigbee es un estándar de comunicaciones inalámbricas diseñado por la Zigbee Alliance. 
Es un conjunto estandarizado de soluciones que pueden ser implementadas por cualquier 
fabricante. Zigbee está basado en el estándar IEEE 802.15.4 de redes inalámbricas de área 
personal (Wireless Personal Area Network, WPAN) y tiene como objetivo las 
aplicaciones que requieren comunicaciones seguras con baja tasa de envío de datos y 
maximización de la vida útil de sus baterías.  
 
 
 
 
Figura 11. Logo del estándar zigbee 
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El nombre "Zigbee" se deriva de los patrones erráticos comunicativos que hacen muchas 
abejas entre las flores durante la recogida de polen. Esto es evocador de las redes 
invisibles de las conexiones existentes en un entorno totalmente inalámbrico. 
 
Una de las principales ventajas de ZigBee es lo sencillo y el bajo coste que supone para 
la empresa producir dispositivos con esta tecnología de comunicación. Mucho más 
sencillo que Bluetooth, por ejemplo. De hecho, según datos, se requiere un 10% del 
hardware total necesario para producir un dispositivo con bluetooth. 
Claro está si nos remitimos a uno muy completo, en caso de optar por lo más básico se 
necesita un 2% del total. Esto en costes supone un ahorro considerable en la empresa. En 
cuanto al software, se necesita un código un poco más amplio ya que se necesita un 50% 
del utilizado para tecnología Bluetooth. Es decir, se requieren de 128kB de 
almacenamiento para almacenar el código fuente. 
 
2.3 DIODO LED 
Los diodos son componentes electrónicos que permiten el paso de la corriente en un solo 
sentido, en sentido contrario no dejan pasar la corriente. En el sentido en que su conexión 
permite pasar la corriente se comporta como un interruptor cerrado y en el sentido 
contrario de conexión, como un interruptor abierto. 
 
 Un diodo Led es un diodo que además de permitir el paso de la corriente solo un un 
sentido, en el sentido en el que la corriente pasa por el diodo, este emite luz, Cuando se 
conecta un diodo en el sentido que permite el paso de la corriente se dice que está 
polarizado directamente.  
 
La definición correcta será: Un diodo Led es un diodo que cuando está polarizado 
directamente emite luz, A demás la palabra LED viene del inglés Light Emitting 
Diode que traducido al español es Diodo Emisor de Luz. 
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2.3.1 DIODOS LED CARACTERISTICAS 
 
 Los Diodos Leds tienen dos patillas de conexión una larga y otra corta. Para que pase la 
corriente y emita luz se debe conectar la patilla larga al polo positivo y la corta al negativo. 
En caso contrario la corriente no pasará y no emitirá luz. En la imagen siguiente vemos 
un diodo led por dentro.  
  
  
 
 
 
 
 
 
 
Figura 12 partes del diodo led 
 
 Este es el símbolo que se usa para los diodos led en los esquemas eléctricos, donde el 
ánodo será la patilla larga. 
  
  
 
 
Figura 13 símbolo para los diodos led 
 
 Los leds trabajan a tensiones más o menos de 2V (dos voltios). Si queremos conectarlos 
a otra tensión diferente deberemos conectar una resistencia en serie con él para que parte 
de la tensión se quede en la resistencia y al led solo le queden los 2V. 
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2.3.2  FUNCIONAMIENTO 
 El funcionamiento es muy sencillo. Cuando conectamos con polarización directa el diodo 
led el semiconductor de la parte de arriba permite el paso de la corriente que circulará por 
las patillas (cátodo y ánodo) y al pasar por el semiconductor, este semiconductor emite 
luz. 
  
 
 
 
 
 
Figura 14 forma de polarización del diodo led 
 
 En la figura de arriba puedes ver un led polarizado directamente e inversamente en serie 
con una bombilla. Lo mismo ocurre con el led, lo que pasa que no hace falta la bombilla 
por que el ya emite luz por si solo en polarización directa. 
 
  Dependiendo del material que este hecho el semiconductor, este emitirá una luz de un 
color diferente. Así podemos obtener diodos led que emitan luces de colores diferentes 
(aluminio, galio, indio, fosforo, etc.).  
 
2.4 MICROCONTROLADOR 
El Microcontrolador es un circuito integrado que es el componente principal de una 
aplicación embebida. Es como una pequeña computadora que incluye sistemas para 
controlar elementos de entrada/salida. También incluye a un procesador y por supuesto 
memoria que puede guardar el programa y sus variables (flash y RAM).  Funciona como 
una mini PC. Su función es la de automatizar procesos y procesar información. 
 
El microcontrolador se aplica en toda clase de inventos y productos donde se requiere 
seguir un proceso automático dependiendo de las condiciones de distintas entradas. 
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Procesador o Microprocesador. Un procesador incluye al menos tres elementos, ALU, 
unidad de control y registros. 
 ALU. También conocida como Unidad Aritmética y Lógica. Está unidad está 
compuesta por los circuitos electrónicos digitales del tipo combinatorios 
(compuertas, sumadores, multiplicadores), cuya principal función es el realizar 
operaciones. Estas operaciones están divididas en tres tipos: 
 
 Lógicas. Como las operaciones básicas de las compuertas lógicas, como la 
suma lógica (OR), multiplicación lógica (AND), diferencia lógica (XOR) 
y negación (NOT). Una operación lógica sólo puede tener como entradas y 
como salidas una respuesta lógica (0 o 1). Esto dependiendo de los niveles 
de voltajes de una señal digital. 
 
 Aritméticas.  Las operaciones aritméticas son la suma, resta, multiplicación 
y división. Dependiendo del procesador (8, 16, 32 o 64 bits) será la rapidez 
con la que se pueden hacer dichas operaciones. 
 Misceláneas. En estas operaciones caen todas las demás operaciones como 
la transferencia de bits 
 
 Unidad de control. La unidad de control es el conjunto de sistemas digitales 
secuenciales (aquellos que tienen memoria) que permiten distribuir la lógica de 
las señales. 
 Registros. Los registros son las memorias principales de los procesadores, ya que 
funcionan a la misma velocidad que el procesador a diferencia de otras memorias 
un tanto más lentas (como la RAM, FLASH o la CACHE). Los registros están 
construidos por Flip-Flops. Los Flip-Flops son circuitos digitales secuenciales. 
 Periféricos. Los periféricos son los circuitos digitales que nos permiten una 
interacción con el mundo “exterior” al microcontrolador. Su función es la de poder 
habilitar o deshabilitar las salidas digitales, leer sensores analógicos, 
comunicación con terminales digitales o sacar señales analógicas de una 
conversión digital. 
 Puertos de entrada/salida paralelos. Los puertos están relacionados al 
tamaño del procesador, es decir que un puerto de 8 bits es porque el 
procesador es de 8 bits. Un procesador de 64 bits, tiene la capacidad de 
tener un puerto de 64 bits. 
 Puertos seriales. Nos permiten transformar la información digital paralela 
(bytes de información) en tramas que se pueden transferir por una o varias 
líneas de comunicación. Existen por ejemplo: puerto serial, i2c, SPI, USB, 
CAN, etc. 
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 Periféricos analógicos. Como los que convierten señales analógicas a 
digitales (ADC) o señales digitales a analógicas (DAC) o comparadores 
analógicos. 
 Memoria. La memoria está dividida en tres. La memoria para el programa 
(FLASH), la memoria para los datos o variables del programa (RAM) y la 
memoria para configuraciones o no volátil (EEPROM). 
 
 
 
 
 
 
Figura 15. representaciones de microcontrolador atmega 328p 
2.5 ARDUINO 
Arduino es una plataforma de hardware y software de código abierto, basada en una 
sencilla placa con entradas y salidas, analógicas y digitales, en un entorno de desarrollo 
que está basado en el lenguaje de programación Processing. Es decir, una plataforma de 
código abierto para prototipos electrónicos. 
 
Al ser open source, tanto su diseño como su distribución, puede utilizarse libremente para 
el desarrollo de cualquier tipo de proyecto sin necesidad de licencia. 
El proyecto fue concebido en Italia en el año 2005 por el zaragozano David Cuartielles, 
ingeniero electrónico y docente de la Universidad de Mälmo (Suecia) y Massimo Banzi, 
italiano, diseñador y desarrollador Web. 
 
 
 
 
 
 
 
 
Figura 16. Placa arduino uno 
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CAPITULO III 
INGENERIA BASICA 
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3.1 TECNOLOGIA INALAMBRICA ZIGBEE 
Zigbee es una nueva tecnología de inalámbrica de corto alcance y bajo consumo originaria 
de la antigua alianza HomeRF y que se definió como una solución inalámbrica de baja 
capacidad para aplicaciones en el hogar como la seguridad y la automatización. Entre las 
aplicaciones que puede tener están:  
 
 Automatización industrial. 
 Reconocimiento remoto.  
 Juguetes interactivos. 
 Medicina.  
 Etc. 
 
3.1.1 INTRODUCCIÓN AL PROTOCOLO ZIGBEE 
Es un estándar de comunicaciones inalámbricas diseñado por la Zigbee Alliance. Es un 
conjunto estandarizado de soluciones que pueden ser implementadas por cualquier 
fabricante. Zigbee está basado en el estándar IEEE 802.15.4 de redes inalámbricas de área 
personal (Wireless Personal Area Network, WPAN) y tiene como objetivo las 
aplicaciones que requieren comunicaciones seguras con baja tasa de envío de datos y 
maximización de la vida útil de sus baterías. 
 
 Zigbee es un sistema ideal para redes domóticas, específicamente diseñado para 
reemplazar la proliferación de sensores/actuadores individuales. Zigbee fue creado para 
cubrir la necesidad del mercado de un sistema a bajo coste, un estándar para redes 
Wireless de pequeños paquetes de información, bajo consumo, seguro y fiable. 
 
 El nombre "Zigbee" se deriva de los patrones erráticos comunicativos que hacen muchas 
abejas entre las flores durante la recogida de polen. Esto es evocador de las redes 
invisibles de las conexiones existentes en un entorno totalmente inalámbrico.  
 
Zigbee se ha desarrollado para satisfacer la creciente demanda de capacidad de red 
inalámbrica entre varios dispositivos de baja potencia. En la industria Zigbee se está 
utilizando para la próxima generación de fabricación automatizada, con pequeños 
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transmisores en cada dispositivo, lo que permite la comunicación entre dispositivos a un 
ordenador central.  
 
Para llevar a cabo este sistema, un grupo de trabajo llamado Alianza Zigbee (Zigbee 
Alliance) formado por varias industrias, sin ánimo de lucro, la mayoría de ellas 
fabricantes de semiconductores, está desarrollando el estándar. La alianza de empresas 
está trabajando codo con codo con IEEE para asegurar una integración, completa y 
operativa.  
 
Esta alianza en las cuales destacan empresas como Invensys, Mitsubishi, Philips y 
Motorola trabajan para crear un sistema estándar de comunicaciones, vía radio y 
bidireccional, para usarlo dentro de dispositivos de automatización hogareña (domótica), 
de edificios (inmótica), control industrial, periféricos de PC y sensores médicos. Los 
miembros de esta alianza justifican el desarrollo de este estándar para cubrir el vacío que 
se produce por debajo del Bluetooth. 
 
Esta nueva aplicación, definida por la propia Zigbee Alliance como el nuevo estándar 
global para la automatización del hogar, permite que las aplicaciones domóticas 
desarrolladas por los fabricantes sean completamente ínter operable entre sí, garantizando 
así al cliente final fiabilidad, control, seguridad y comodidad. 
 
 Además, la Zigbee Alliance también deja disponible para su acceso la Zigbee Cluster 
Library, ofreciendo de este modo a los ingenieros y demás integradores, deseosos de 
trabajar bajo este estándar mundial idóneo para los servicios domóticos, bloques de 
construcción para aplicaciones con necesidades bajo el denominador común de la 
automatización residencial, reduciendo de este modo las labores de desarrollo y 
permitiendo implementaciones más precisas. 
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3.1.2 NODOS Y TOPOLOGÍAS 
 
En una red Zigbee puede haber hasta 254 nodos, no obstante, según la agrupación que se 
haga, se pueden crear hasta 255 conjuntos/clúster de nodos con lo cual se puede llegar a 
tener 64770 nodos para lo que existe la posibilidad de utilizar varias topologías de red: 
en estrella, en malla o en grupos de árboles, como puede verse a continuación 
 
3.1.2.1 Topología en estrella:  
 
Cada nodo está conectado únicamente al controlador central, Su principal ventaja es la 
facilidad para añadir nuevos dispositivos y, sobre todo, el hecho de que un fallo de un 
nodo no compromete el funcionamiento del sistema en su totalidad. Por el contrario, un 
fallo del controlador central provoca la caída total de la red.  
 
Otro inconveniente es que admite una cantidad limitada de dispositivos o de lo contrario 
se podría saturar el controlador central. 
 
 
 
 
 
 
 
 
 
Figura 17: conexión en la topología estrella 
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3.1.2.2 Topología en árbol:  
 
La topología en árbol puede verse como una combinación de varias topologías en estrella. 
Tanto la de árbol como la de estrella son similares a la de bus cuando el nodo de 
interconexión trabaja en modo difusión, pues la información se propaga hacia todas las 
estaciones, solo que en esta topología las ramificaciones se extienden a partir de un punto 
raíz (estrella), a tantas ramificaciones como sean posibles, según las características del 
árbol. 
 
 
 
 
 
 
 
Figura 18: conexión en la topología en árbol 
 
3.1.2.3 Topología de malla:  
 
Una red en malla es una topología de red en la que cada nodo está conectado a todos los 
nodos. De esta manera es posible llevar los mensajes de un nodo a otro por distintos 
caminos. Si la red de malla está completamente conectada, no puede existir absolutamente 
ninguna interrupción en las comunicaciones 
 
 
 
 
 
 
 
Figura 19. conexión de topología tipo estrella 
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La topología más interesante, y una de las causas por las que parece que puede triunfar 
Zigbee, es la topología de malla. Ésta permite que si, en un momento dado, un nodo del 
camino falla y se cae, pueda seguir la comunicación entre todos los demás nodos debido 
a que se rehacen todos los caminos. La administración de los caminos es tarea del 
coordinador. 
 
 
3.1.3 DEFINICIÓN DEL ESTÁNDAR ZIGBEE 
 
Zigbee es un protocolo de comunicaciones inalámbrico basado en el estándar de 
comunicaciones para redes inalámbricas IEEE 802.15.4. Creado por Zigbee Alliance, una 
organización, teóricamente sin ánimo de lucro, de más de 200 grandes empresas (destacan 
Mitsubishi, Honeywell, Philips, Motorola, entre otros), muchas de ellas fabricantes de 
semiconductores.  
 
Este protocolo está siendo proyectado para permitir comunicación inalámbrica confiable, 
con bajo consumo de energía y bajas tasas de transmisión para aplicaciones de monitoreo 
y control.  
 
Zigbee permite que dispositivos electrónicos de bajo consumo puedan realizar sus 
comunicaciones inalámbricas. Es especialmente útil para redes de sensores en entornos 
industriales, médicos y, sobre todo, demóticos. 
 
 Las comunicaciones Zigbee se realizan en la banda libre de 2.4GHz. A diferencia de 
Bluetooth no utiliza FHSS (Frequency hooping), sino que realiza las comunicaciones a 
través de una única frecuencia, es decir, de un canal. Normalmente puede escogerse un 
canal de entre 16 posibles. El alcance depende de la potencia de emisión del dispositivo, 
así como el tipo de antenas utilizadas (cerámicas, dipolos) 
 
El alcance normal con antena dipolo en visión directa suele ser aproximadamente 
(tomando como ejemplo el caso de Max Stream, en la versión de 1mW de potencia) de 
100m y en interiores de unos 30m.  
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La velocidad de transmisión de datos de una red Zigbee es de hasta 256kbps. Por último, 
decir que una red Zigbee la pueden formar, teóricamente, hasta 65535 equipos, es decir, 
el protocolo está preparado para poder controlar en la misma red esta cantidad enorme de 
dispositivos. La realidad es menor, siendo, de todas formas, de miles de equipos. 
 
3.1.3.1 Tipos de dispositivos 
 
Se definen tres tipos distintos de dispositivo Zigbee según su papel en la red:  
 
 Coordinador Zigbee (Zigbee Coordinator, ZC). El tipo de dispositivo más completo. 
Debe existir uno por red. Sus funciones son las de encargarse de controlar la red y los 
caminos que deben seguir los dispositivos para conectarse entre ellos.  
 
 Router Zigbee (Zigbee Router, ZR). Interconecta dispositivos separados en la topología 
de la red, además de ofrecer un nivel de aplicación para la ejecución de código de usuario.  
 
 Dispositivo final (Zigbee End Device, ZED). Posee la funcionalidad necesaria para 
comunicarse con su nodo padre (el coordinador o un router), pero no puede transmitir 
información destinada a otros dispositivos. De esta forma, este tipo de nodo puede estar 
dormido la mayor parte del tiempo, aumentando la vida media de sus baterías. Un ZED 
tiene requerimientos mínimos de memoria y es por tanto significativamente más barato. 
 
 
 
 
 
 
26 
 
 
 
 
 
 
 
 
Figura 20. tipos de dispositivos zigbee 
 
 
3.1.4 ESPECTRO ZIGBEE 
 Respecto al espectro Zigbee tenemos lo siguiente: 
 
 Un canal entre 868MHz y 868.6MHz, Ch1 hasta Ch10.  
 Diez canales entre 902.0MHz y 928.0MHz, Ch1 hasta Ch10. 
 Dieciséis canales entre 2.4GHz y 2.4835GHz, Ch1 hasta Ch26.  
 
El estándar Zigbee especifica una sensibilidad en el receptor de -85dBm en la banda de 
los 2.4GHz. Y una sensibilidad de -92dBm en la banda 865/915MHz. 
 
Figura 21: zigbee y su espectro comparado con el espectro wifi 
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3.1.4.1 TÉCNICAS DE MODULACIÓN  
 
a) Modulación OQPSK (Offset Quadrature Phase Shift Keying) La modulación OQPSK 
consiste en realizar una transición de fase en cada intervalo de señalización de bits, por 
portadora en cuadratura. 
 
 b) Modulación BPSK (Binary Phase Shift Keying) En esta modulación se tiene como 
resultados posibles dos fases de salida para la portadora con una sola frecuencia. Una fase 
de salida representa un 1 lógico y la otra un 0 lógico. Conforme la señal digital de entrada 
cambia de estado, la fase de la portadora de salida se desplaza entre dos ángulos que están 
180° fuera de fase. (Ver tabla 01). 
 
 
Tabla 01 Tasa de datos asociada a la frecuencia de operación. 
 
3.1.5 PROTOCOLOS 
 
Los protocolos se basan en investigaciones recientes sobre algoritmos de red para la 
construcción de redes ad-hoc de baja velocidad. La mayoría de redes grandes están 
pensadas para formar un cluster de clusters. También puede estructurarse en forma de 
malla o como un solo cluster. Los perfiles actuales de los protocolos soportan redes que 
utilicen o no facilidades de balizado, quees un mecanismo de control del consumo de 
potencia en la red 
 
Las redes sin balizas acceden al canal por medio de CSMA/CA (Carrier Sense Multiple 
Access Collision Avoidance o acceso múltiple por detección de portadora con prevención 
de colisiones), que es un protocolo de control de redes de bajo nivel que permite que 
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múltiples estaciones utilicen un mismo medio de transmisión. Los routers suelen estar 
activos todo el tiempo, por lo que requieren una alimentación estable en general. Esto, a 
cambio, permite redes en las que algunos dispositivos pueden estar transmitiendo todo el 
tiempo, mientras que otros sólo transmiten ante la presencia de estímulos externos. 
 
 
Si la red utiliza balizas, los routers las generan periódicamente para confirmar su 
presencia a otros nodos. Los nodos pueden desactivarse entre las recepciones de balizas 
reduciendo su ciclo de servicio. Los intervalos de balizado pueden ir desde 5,36 ms a 
15,36 ms * 214 = 251,65824 segundos a 250 Kbps; de 24 ms a 24 ms * 214 = 393,216 
segundos a 40 Kbps; y de 48 ms a 48 ms * 214 = 786,432 segundos a 20 Kbps. Sin 
embargo, los periodos largos con ciclos de servicio cortos necesitan que una 
temporización precisa, lo que puede ir en contra del principio de bajo costo. 
 
En general, los protocolos Zigbee minimizan el tiempo de actividad de la radio para evitar 
el uso de energía. En las redes con balizas los nodos sólo necesitan estar despiertos 
mientras se transmiten las balizas, además de cuando se les asigna tiempo para transmitir. 
Si no hay balizas, el consumo es asimétrico repartido en dispositivos permanentemente 
activos y otros que sólo no están esporádicamente 
 
Los dispositivos Zigbee deben respetar el estándar de WPAN de baja tasa de transmisión 
IEEE 802.15.4-2003. Éste define los niveles más bajos: el nivel físico y el control de 
acceso al medio. El estándar trabaja sobre las bandas ISM (Industrial, Scientific and 
Medical o industriales, científicas y médicas) de uso no regulado, que son bandas 
reservadas internacionalmente para uso no comercial de radiofrecuencia electromagnética 
en dichas áreas. Se definen hasta 16 canales en el rango de 2,4 GHz, cada uno de ellos 
con un ancho de banda de 5 MHz. 
 
Las radios utilizan un espectro de dispersión de secuencia directa. Se utiliza BPSK en los 
dos rangos menores de frecuencia, así como un QPSK ortogonal que transmite dos bits 
por símbolo en la banda de 2,4 Ghz. Ésta permite tasas de transmisión en el aire de hasta 
250 Kbps, mientras que las bandas inferiores se han ampliado con la última revisión a 
esta tasa desde los 40 Kbps de la primera versión. Los rangos de transmisión oscilan entre 
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los 10 y 75 metros, aunque depende bastante del entorno. La potencia de salida de las 
radios suele ser de 1 mW. Si bien en general se utiliza CSMA/CA para evitar colisiones 
en la transmisión, hay algunas excepciones a su uso, por una parte, las tramas siguen una 
temporización fija que debe ser respetada; por otra, las confirmaciones de envíos tampoco 
siguen esta disciplina; por último, si se asignan slots de tiempo garantizados para una 
transmisión tampoco es posible que exista contención. 
 
3.1.6 SEGURIDAD ZIGBEE 
La seguridad de las transmisiones y de los datos son puntos clave en la tecnología Zigbee. 
Zigbee utiliza el modelo de seguridad de la subcapa MAC IEEE 802.15.4, la cual 
especifica 4 servicios de seguridad.  
 
Control de accesos: El dispositivo mantiene una lista de los dispositivos comprobados en 
la red. 
Datos Encriptados: Los cuales usan una encriptación con un código de 128 bits. 
Integración de tramas: Protegen los datos de ser modificados por otros.  
Secuencias de refresco: Comprueban que las tramas no han sido reemplazadas por otras. 
El controlador de red comprueba estas tramas de refresco y su valor, para ver si son las 
esperadas.  
3.1.6.1 Modelo básico de seguridad. 
 
En Zigbee las claves son la base de la arquitectura de seguridad, por lo tanto, su protección 
es fundamental para la integridad del sistema. Las claves nunca deben transportarse 
utilizando un canal inseguro, si bien existe una excepción momentánea que se da en la 
fase inicial de la unión de un dispositivo desconfigurado a una red. La red Zigbee debe 
tener particular cuidado, pues una red ad hoc puede ser accesible físicamente a cualquier 
dispositivo externo y el entorno de trabajo no se puede conocer de antemano. Las 
aplicaciones que se ejecutan en concurrencia utilizando el mismo transceptor de la misma 
manera deben confiar entre sí, ya que por motivos de coste no se asume la existencia de 
un cortafuego (firewall) entre las distintas entidades del nivel de aplicación. 
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Figura 22 Seguridad Zigbee. 
 
Los distintos niveles definidos dentro de la pila de protocolos no están separados 
criptográficamente, por lo se necesitan políticas de acceso, que se asumen correctas en su 
diseño. Este modelo de confianza abierta (open trust) posibilita la compartición de claves 
disminuyendo el coste de forma significativa. No obstante, el nivel que genera una trama 
es siempre el responsable de su seguridad. Todos los datos de las tramas del nivel de red 
han de estar cifradas, ya que podría haber dispositivos maliciosos, de forma que el tráfico 
no autorizado se previene de raíz. De nuevo, la excepción es la transmisión de la clave de 
red a un dispositivo nuevo, lo que dota a toda la red de un nivel de seguridad único. 
También es posible utilizar criptografía en enlaces punto a punto 
 
3.1.6.2 Arquitectura de seguridad. 
 
 Zigbee utiliza claves de 128 bits en sus mecanismos de seguridad. Una clave puede 
asociarse a una red, que es utilizable por los niveles de Zigbee y el subnivel MAC, o a un 
enlace. 
 
 Las claves de enlace se establecen en base a una clave maestra que controla la 
correspondencia entre claves de enlace. Como mínimo la clave maestra inicial debe 
obtenerse por medios seguros ya sea transporte o preinstalación, ya que la seguridad de 
toda la red depende de ella en última instancia. Los distintos servicios usarán variaciones 
unidireccionales de la clave de enlace para evitar riesgos de seguridad. Por lo tanto la 
distribución de claves es una de las funciones de seguridad más importantes.  
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Una red segura atribuye a un dispositivo especial la distribución de claves: el denominado 
centro de confianza o trust center. En un caso ideal los dispositivos llevarán precargados 
de fábrica la dirección del centro de confianza y la clave maestra inicial. Si se permiten 
vulnerabilidades momentáneas, se puede realizar el transporte como se ha descrito. Las 
aplicaciones que no requieran un nivel especialmente alto de seguridad utilizarán una 
clave enviada por el centro de confianza a través del canal inseguro transitorio. 
 
Por tanto, el centro de confianza controla la clave de red y la seguridad punto a punto. Un 
dispositivo sólo aceptará conexiones que se originen con una clave enviada por el centro 
de confianza, salvo en el caso de la clave maestra inicial. La arquitectura de seguridad 
está distribuida entre los distintos niveles de la siguiente manera: 
 
 El subnivel MAC puede llevar a cabo comunicaciones fiables de un solo salto. En 
general, utiliza el nivel de seguridad indicado por los niveles superiores.  
 
El nivel de red gestiona el ruteo, procesando los mensajes recibidos y pudiendo hacer 
broadcast de peticiones. Las tramas salientes usarán la clave de enlace correspondiente al 
ruteo realizado, si está disponible; en otro caso, se usará la clave de red.  
 
El nivel de aplicación ofrece servicios de establecimiento de claves al ZDO y las 
aplicaciones, y es responsable de la difusión de los cambios que se produzcan en sus 
dispositivos a la red. Estos cambios podrían estar provocados por los propios dispositivos 
o en el centro de confianza, que puede ordenar la eliminación de un dispositivo de la red 
3.2 MODULOS XBEE 
XBee es el nombre comercial del Digi de una familia de módulos de comunicación por 
radio y están basados en el estándar zigbee, pero digi tiene muchos Xbee y algunos son 
zigbee estándar y otros son propietarios o modificaciones del estándar. Existen muchos 
módulos Xbee basados en el estándar IEEE 802.15.4 
 
Los módulos Xbee han sido diseñados para aplicaciones que requieren de un alto tráfico 
de datos, baja latencia y una sincronización de comunicación predecible. Por lo que 
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básicamente XBee es propiedad de Digi basado en el protocolo Zigbee. En términos 
simples, los XBee son módulos inalámbricos fáciles de usar. 
 
Los módulos de radio XBee pueden ser usados con un número mínimo de conexiones: 
Power (3.3V), GND y TX/RX de la UART, junto con otras conexiones recomendables 
como reset y sleep. La mayoría de los módulos XBee tienen otras conexiones omo flow 
control, input/output (I/O), analog-to-digital converter (A/D) and indicator 
 
 
 
 
 
 
 
 
 
Figura 23 módulo xbee 
 
La familia de módulos de radio XBee es: 
 XBee 802.15.4  
 XBee-PRO 802.15.4  
 XBee DigiMesh 2.4  
 XBee ZB  
 XBee-PRO ZB  
 XBee ZB SMT  
 XBee-PRO ZB SMT  
 XBee SE 
 XBee-PRO SE  
 XBee-PRO 900HP  
 XBee-PRO 900  
 XBee-PRO XSC (S3B) 
 XBee-PRO DigiMesh 900  
 XBee-PRO 868 
 XBee ZigBee (S2C)  
 XBee-PRO ZigBee (S2C)  
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Los módulos más sencillos de Xbee son la serie 1 (también llamada 802.15.4) que no 
soportan mesh e implementan el estándar 802.15.4. Son los más fáciles de usar  
Figura 24. comparaciones de familias de módulo Xbee 
3.2.1 principalesFamilias de los Módulos Xbee 
3.2.1.1 Xbee Series 1 (también llamados Xbee 802.15.4)  
Son la serie más fácil para trabajar, no necesitan ser configurados, pero incluso así se 
pueden obtener beneficios de estos módulos. Debido a que son fáciles para trabajar, son 
los más recomendables especialmente si se está empezando. Para comunicaciones Punto-
a-Punto, estos módulos trabajan tan bien como los de la Serie 2, pero sin todo el trabajo 
de pre configuración previo.  
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Figura 25. módulo xbee serie1 
 
3.2.1.2 XBee Znet 2.5 (Formalmente Series 2) Retirado  
Los módulos Serie 2 deben ser configurados antes de ser usados. Pueden funcionar en 
modo Transparente o por medio de comandos API, pero todo esto depende de que 
firmware se configure en los módulos. También pueden funcionar en una red mesh. Son 
más difíciles que usar que los de la Serie 1. No existe una forma en que estos módulos 
sean compatibles con los de la Serie 1. Los módulos Znet 2.5 ya no se venden, pero han 
sido reemplazados con módulos ZB más compatibles.  
 
 
 
 
 
 
 
 
 
Figura 26. MóduloXbeenet 2.5 
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3.2.1.3 XBee ZB (el actual módulo Series2) 
Básicamente es el módulo Znet 2.5, pero con un nuevo firmware. Esto significa que 
también funcionan en modo transparente o por medio de comandos API. También 
funcionan en redes mesh. Estos a menudo son llamados módulos de Serie 2, por lo que si 
escuchas a alguien hablar sobre esta serie, probablemente estén hablando de estos 
módulos. Puede que no sea el término correcto, pero se hace distinción de estos con los 
módulos de la Serie 1, los cuales son los más populares. 
 
 
 
 
 
 
 
Figura 27 módulo Xbee Zb 
 
3.2.1.4 XBee 2B (el imás actual módulo Series2)  
 Son nuevos módulos que poseen mejoras en el hardware respecto de los de la Serie 2, 
básicamente son los mismo que los anteriores, pero con un firmware más nuevo, 
mejorando por ejemplo el uso de la potencia. Funcionan con el Firmware del módulo ZB, 
pero debido al cambio de hardware, ya no pueden funcionar con el firmware del módulo 
Znet 2.5. Por lo que ten cuidado si agregas uno de estos módulos a una red ya existente 
que utilice módulos Znet 2.5. Actualmente algunas tarjetas son 2B y otras son ZB. 
 
 
 
 
 
 
 
Figura 28. módulo Xbee 2B 
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3.2.1.5 900 MHz vs 2.4GHz  
La mayoría de los módulos XBee operan a 2.4 GHz, pero hay unos pocos que operan a 
900 MHz. Básicamente los de 900 MHz pueden llegar muy lejos con una antena de alta 
ganancia (hasta casi 24 Km). Además, a menor frecuencia, la señal posee mayor 
penetración. Otro punto importante es que los módulos de 900 MHz no están permitidos 
en algunos países, Digi tiene versiones de 868 MHz que sí está permitido en la mayoría 
de los países. 
 
3.2.2 PINES DE DEL MODULO XBEE 
Este módulo a pesar de tener unas reducidas dimensiones (25mmx27); proporciona hasta 
siete entradas analógicas , nueve entradas/8 salidas digitales y dos salidas pwm, todo ello 
en 20 pines , por ello permite configurar por software la función de los pines , para que 
actúen de un modo u otro 
 
 
 
 
 
 
 
 
 
Figura 29. Pines del modulo xbee 
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En la siguiente tabla se muestra las funciones de los pines del módulo Xbee 
Tabla 02. Descripción de pines del módulo xbee 
 
3.2.3 ARQUITECTURA BÁSICA DE UNA RED XBEE 
Una red XBee la forman básicamente 3 tipos de elementos. Un único dispositivo 
Coordinador, dispositivos Routers y dispositivos finales (end points). Los módulos XBee 
son versátiles a la hora de establecer diversas topologías de red, dependiendo la serie de 
XBee que escojamos pueden crearse redes 
 
3.2.3.1 El Coordinador:  
Es el nodo de la red que tiene la única función de formar una red. Es el responsable de 
establecer el canal de comunicaciones (como hablábamos antes) y del PAN ID 
(identificador de red) para toda la red. Una vez establecidos estos parámetros, el 
Coordinador puede formar una red, permitiendo unirse a él a dispositivos Routers y End 
Points. Una vez formada la red, el Coordinador hace las funciones de Router, esto es, 
participar en el enrutado de paquetes y ser origen y/o destinatario de información. 
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3.2.3.2 Los Routers 
 
 Es un nodo que crea y mantiene información sobre la red para determinar la mejor ruta 
para enrutar un paquete de información. Lógicamente un router debe unirse a una red 
Zigbee antes de poder actuar como Router retransmitiendo paquetes de otros routers o de 
End points. 
 
3.2.3.3 End Device 
 
Los dispositivos finales no tienen capacidad de enrutar paquetes. Deben interactuar 
siempre a través de su nodo padre, ya sea este un Coordinador o un Router, es decir, no 
puede enviar información directamente a otro end device. Normalmente estos equipos 
van alimentados a baterías. El consumo es menor al no tener que realizar funciones de 
enrutamiento. 
Los módulos XBee son versátiles a la hora de establecer diversas topologías de red, 
dependiendo la serie de XBee que escojas puedes crear redes: 
 Punto a punto 
 Estrella 
 Malla 
 Árbol 
 Mixtas 
 
3.2.4 MODOS DE OPERACIÓN 
Los módulos Xbee soportan dos modos de operación: 
 
 Modo Transparente (Aplicación transparente). La radio pasa la información tal 
cual la recibe por el puerto serie. Este modo tiene funcionalidades limitadas, pero 
es la forma más sencilla de comenzar. 
 
 Modo API (Aplicación de programación). En este caso un protocolo determina la 
forma en que los datos son intercambiados. Este modo permite hacer una red de 
comunicaciones más grande. 
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3.2.4.1 MODO TRANSPARENTE 
 
En modo transparente el módulo XBee funciona de forma que todo lo recibido por el 
puerto serie es enviado inmediatamente al aire y todo lo recibido por la radio es se manda 
tal cual al puerto serie. 
 
En modo transparente para comunicar dos módulos, es necesario configurar la dirección 
del destino en el módulo que envía datos. Esta dirección se programa en los 
parámetros:  Destination Address High (DH) y Destination Address Low (DL). 
El modo transparente tiene muchas limitaciones, por ejemplo, al trabajar con varios 
módulos es necesario configurar la dirección de destino antes de mandar un mensaje. Sin 
embargo, el modo transparente es perfecto cuando hay comunicación punto a punto entre 
solo dos elementos. 
 
En modo transparente podemos usar el modo comando que es un estado en que los 
caracteres enviados al módulo XBee son interpretados como comandos en lugar de 
transmitirlos vía radio. Para cambiar a modo comando hay que mandar el string “+++”, 
cuando el módulo recibe un segundo de silencio seguido del string “+++” (sin /n o /r) y 
otro segundo de silencio, deja de mandar datos por radio y comienza a aceptar comandos 
locales. Al entrar en modo comando si transcurren 10 segundo sin recibir datos 
automáticamente sale de modo comando y vuelve a modo transparente. Para salir del 
modo configuración usar ATCN. 
 
El propósito del modo comando es leer o escribir la configuración local del módulo XBee. 
Para ello se usan los comandos AT. Un comando AT comienza con las letras “AT” 
seguida de dos caracteres que identifican el comando a ejecutar y algunos otros 
parámetros opcionales. 
 
3.2.4.2 Modo API 
 
El modo API ofrece un interfaz estructurado donde los datos son comunicados a través 
del interfaz serie en paquetes organizados y en un determinado orden. Esto permite 
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establecer una comunicación compleja entre módulos sin tener que definir un protocolo 
propio. 
 Por defectos los módulos XBee trabajan en modo transparente, pero esto tiene 
unas limitaciones: 
 Si un módulo necesita transmitir mensajes a módulos diferentes debe cambiar la 
configuración para establecer el nuevo destino. 
 Para leer y escribir la configuración del módulo hay que entrar primero en modo 
comando. 
 En modo transparente un módulo Xbee no puede distinguir el origen de la 
comunicación que recibe. 
Para resolver estas limitaciones Xbee da la alternativa del modo API (Application 
Programming Interface). 
Figura 30. Comunicación modo api 
 
3.2.4.2.1 Ventajas del modo API: 
 
 Configurar módulos locales y remotos en la red y sin necesidad de entrar en modo 
comando. 
 Comunicar con uno o varios destinatarios 
 Identificar el módulo que ha mandado la comunicación 
 Recibir el estado de la transmisión de los paquetes 
 Obtener la fuerza de la señal de los paquetes recibidos 
 Hacer gestión y diagnóstico de la red. 
 Hacer funciones avanzadas domo actualización de firmware remota. 
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3.2.4.2.2 Estructura de la Trama 
 
En modo API los datos enviados están estructurados en una trama. Se envían a través de 
interfaz serie de XBee y contiene el mensaje inalámbrico e información adicional como 
la calidad de la señal. 
 
La estructura de la trama es: 
 
START 
DELIMITER 
LENGTH 
 
FRAME DATA CHECKSUM 
FRAME 
TYPE 
DATA 
1 2 3 4 5 6 7 8 9 … n n+1 
0x7F MSB LSB API 
frame 
type 
Frame-type-specific data Single 
byte 
Tabla 03 estructura de trama modo api 
 
 API frame type determina el tipo de trama e indica cómo está organizada la 
información de los datos enviados. Los tipos de tramas soportadas dependen del 
tipo de módulo de Xbee que usemos.  
 
 Checksum ayuda a comprobar la integridad de los datos mandados. Las tramas 
enviadas por puerto serie con checksum incorrecto nunca serán procesadas por el 
módulo y serán ignoradas. 
Para configurar el modo AP, se modifica el parámetro AP. Permite seleccionar entre los 
dos modos API soportados y el modo por defecto que es el transparente. 
 
Tabla 04. Configuración de modo api 
Mode AP value Description 
Transparent 0 API modes are disabled and the module operates in transparent 
mode 
API 1 1 API mode without escaped characters 
API 2 2 API mode with escaped characters 
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La diferencia ente API 1 y API 2 es que las tramas usan caracteres de escape. Puesto que 
la transmisión por el aire solo es del payload, dos módulos con diferente configuración 
API 1 y API 2 pueden comunicarse sin problemas. 
 
El modo AP non-escaped (API 1) se basa únicamente en el delimitador de inicio y la 
longitud de los bytes para diferenciar las tramas, si los bytes en un paquete se pierden, la 
cuenta de bytes será incorrecta y el siguiente paquete (trama) también se perderá. API 
escaped (API 2) implica secuencias de caracteres de escape en una trama para mejorar la 
fiabilidad especialmente en entornos ruidosos. 
 
La estructura de la trama es básicamente la misma en ambos modos API, pero en API 2, 
todos los bytes excepto el delimitador de inicio deben estar escapados si es necesario. Los 
siguientes bytes de datos deben ser escapados en modpo API 2: 
 
 0x7E: Start delimiter 
 0x7D: Escape character 
 0x11: XON 
 0x13: XOFF 
El modo API 2 garantiza que todos los bytes 0x7E recibidos son delimitadores de inicio, 
este carácter no puede ser parte de cualquier otro campo de la trama (longitud, datos o 
checksum), puesto que debe estar escapado. Para escapar un carácter, insertar 0x7D 
(carácter de escape) y añadirlo con el byte a ser escapado (XOR con 0x20). En modo API 
2 la longitud no incluye los caracteres de escape y el checksum es calculado con los datos 
no escapados. 
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3.2.5 SOFTWARE DE CONFIGURACION DEL MODULO XBEE 
XCTU 
 
Para configurar y usar los módulos Xbee es necesario descargar e instalar 
XbeeConfiguración and Test Utility (XCTU) que es un software multiplataforma que 
permite interactuar con los módulos mediante un interfaz gráfico. Esta aplicación incluye 
herramientas que hacen muy sencillo configurar y probar los módulos Xbee. 
XCTU nos sirve para configurar, inicializar, actualizar firmware y testear los módulos 
Xbee, comunicándose por puerto serie a los módulos. Una ventaja de este software es que 
puedes ver rápidamente un resumen de todos los parámetros del módulo y una descripción 
de ellos. 
 
 
 
 
 
 
 
 
 
 
 
Figura 31. Interface del programa xctu 
 
Para empezar a usarlo es tan simple como instalar el software XCTU, conectar el módulo 
RF a la placa de desarrollo, que tiene un módulo FTDI que saca un interfaz USB y luego 
enchufar el USB a nuestro PC. Para usarlo con USB es necesario poner el jumper en la 
posición UART en lugar de la de loopback. 
3.2.5.1 Configurar un módulo local XBee en modo API 
 
Para consultar o modificar un valor de configuración de un módulo local (módulo 
conectado directamente al puerto serie), es necesario usar los comandos AT. Son los 
mismos comandos usados en modo transparente, pero incluyendolo en una trama de tipo 
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comando AT (0x08 o 0x09) y la respuesta vuelve en una trama de tipo respuesta AT 
(0x88). 
 
 
 
 
 
 
 
Figura 32. Envió de comandos en modo transparente 
 
Cuando un módulo está en modo API, al usarlo con el SW XCTU y entrar en la consola, 
la vista es diferente a si está en modo transparente. Además, desde consola hay una 
utilidad para generar una trama con el frame generator. 
 
 
 
 
 
 
 
 
 
 
 
 
  
Figura 33. Ventana para generar una trama con frame generator 
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3.3 PLACA CONTROLADORA ARDUINO 
3.3.1 ARDUINO 
 
Arduino es una plataforma de prototipos electrónica de código abierto (open-source) 
basada en hardware y software flexibles y fáciles de usar. Está pensado para artistas, 
diseñadores, como hobby y para cualquiera interesado en crear objetos o entornos 
interactivos. 
Arduino puede “sentir” el entorno mediante la recepción de entradas desde una variedad 
de sensores y puede afectar a su alrededor mediante el control de luces, motores y otros 
artefactos. El microcontrolador de la placa se programa usando el “Arduino Programming 
Language” (basado en Wiring) y el “Arduino Development Environment” (basado en 
Processing). Los proyectos de Arduino pueden ser autonomos o se pueden comunicar con 
software en ejecución en un ordenador (por ejemplo, con Flash, Processing, MaxMSP, 
etc.). 
 
Las placas se pueden ensamblar a mano o encargarlas preensambladas; el software se 
puede descargar gratuitamente. Los diseños de referencia del hardware (archivos CAD) 
están disponibles bajo licencia open-source, por lo que eres libre de adaptarlas a tus 
necesidades. 
 
 
 
 
 
 
 
 
 
 
Figura 34. Placa controladora arduino uno 
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3.3.2 HISTORIA DEL ARDUINO 
 
Arduino fue inventado en el año 2005 por el entonces estudiante del instituto IVRAE 
Massimo Banzi, quien, en un principio, pensaba en hacer Arduino por una necesidad de 
aprendizaje para los estudiantes de computación y electrónica del mismo instituto, ya que 
en ese entonces, adquirir una placa de micro controladores eran bastante caro y no 
ofrecían el soporte adecuado; no obstante, nunca se imaginó que esta herramienta se 
llegaría a convertir en años más adelante en el líder mundial de tecnologías DIY (Do It 
Yourself). Inicialmente fue un proyecto creado no solo para economizar la creación de 
proyectos escolares dentro del instituto, sino que además, Banzi tenía la intención de 
ayudar a su escuela a evitar la quiebra de la misma con las ganancias que produciría 
vendiendo sus placas dentro del campus a un precio accesible (1 euro por unidad). 
 
El primer prototipo de Arduino fue fabricado en el instituto IVRAE. Inicialmente estaba 
basado en una simple placa de circuitos eléctricos, donde estaban conectados un micro 
controlador simple junto con resistencias de voltaje, además de que únicamente podían 
conectarse sensores simples como leds u otras resistencias, y es más, aún no contaba 
con el soporte de algún lenguaje de programación para manipularla. 
Años más tarde, se integró al equipo de Arduino Hernando Barragán, un estudiante de la 
Universidad de Colombia que se encontraba haciendo su tesis, y tras enterarse de este 
proyecto, contribuyó al desarrollo de un entorno para la programación del procesador de 
esta placa: Wiring, en colaboración con David Mellis, otro integrante del mismo instituto 
que Banzi, quien más adelante, mejoraría la interfaz de software. 
 
Tiempo después, se integró al "Team Arduino" el estudiante español David Cuartielles, 
experto en circuitos y computadoras, quien ayudó Banzi a mejorar la interfaz de hardware 
de esta placa, agregando los micro controladores necesarios para brindar soporte y 
memoria al lenguaje de programación para manipular esta plataforma. 
Más tarde, Tom Igoe, un estudiante de Estados Unidos que se encontraba haciendo su 
tesis, escuchó que se estaba trabajando en una plataforma de open-source basada en una 
placa de micro controladores pre ensamblada. Después se interesó en el proyecto y fue a 
visitar las instalaciones del Instituto IVRAE para averiguar en que estaban trabajando. 
Tras regresar a su país natal,recibió un e-mail donde el mismo Massimo Banzi invitó a 
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Igoe a participar con su equipo para ayudar a mejorar Arduino. Aceptó la invitación y 
ayudó a mejorar la placa haciéndola más potente, agregando puertos USB para poder 
conectarla a un ordenador. Además, él le sugirió a Banzi la distribución de este proyecto 
a nivel mundial. 
 
Cuando creyeron que la placa estaba al fin lista, comenzaron su distribución de manera 
gratuita dentro de las facultades de electrónica, computación y diseño del mismo instituto. 
Para poder promocionar el proyecto Arduino dentro del campus, tuvieron que consultar 
con un publicista que más parte pasaría a formar parte del equipo Arduino: Gianluca 
Martino, quien la distribuyo dentro del instituto y promocionándola a algunos conocidos 
y amigos suyos. Al ver su gran aceptación por parte de los alumnos y maestros y tomando 
en cuenta el consejo de Igoe, pensaron en su distribución nivel mundial, para lo cual 
contactaron a un amigo y socio de Banzi, Natan Sadle, quien se ofreció a producir en 
masa las placas tras interesarse en el proyecto. 
 
Un breve tiempo más tarde, al ver los grandes resultados que tuvo Arduino y las grandes 
aceptaciones que tuvo por parte del público, comenzó a distribuirse en Italia, después en 
España, hasta colocarse en el número uno de herramientas de aprendizaje para el 
desarrollo de sistemas autómatas, siendo además muy económica (300-500 pesos) en 
comparación con otras placas de micro controladores (800 pesos en adelante). 
 
 
 
 
 
 
 
 
 
 
 
 
Figura 35. Primera placa controladora arduino 
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3.3.3 HADWARE 
 
3.3.3.1 TIPOS DE ARDUINO 
 
Existen muchos y muy distintos Arduinos. Primero podriamos comenzar a diferenciarlos 
por su origen, es decir, existen Arduinos originales y arduinos genéricos. La diferencia 
entre un Arduino original y uno geneŕico es el lugar de su ensamble y la empresa que lo 
realiza. Tambien podemos distinguir distintos tipos de Arduino de acuerdo al procesador 
y cantidad de pines que tienen sus tarjetas.  
 
Arduino cuenta con varios prototipos y modelos de placas a elegir, dependiendo de que 
tan grande es uso que le demos a esta. Cada una con características particulares y 
diferentes que las diferencian de las demás. Aquí se mencionan algunas de las más 
populares junto con sus características: 
Arduino UNO 
 
 Arduino de gama básica, todas las shields están diseñadas para usarse sobre esta placa. 
Cuenta 14 pines entrada/salida digital de las cuales 6 se pueden usar como PWM, además 
cuenta con 6 entradas analógicas, además cuenta con I2C, SPI, además de un modulo 
UART. 
 
 
 
 
 
 
 
 
 
Figura 36. Arduino uno 
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3.3.3.1.1 Arduino DUE:  
 
Arduino basado en un microcontrolador de 32 Bits, Tiene 54 entradas/salidas digitales y 
12 entradas analógicas, 2 buses TWI, SPI y 4 UARTs. Funcionan todos los módulos 
basados en 3.3V, no soporta 5V ya que puede dañar la placa. Posee adicionalmente 
interno dos puertos USB para poder controlar periféricos. 
 
 
 
 
 
 
 
 
 
Figura 37. Arduino mega 
 
3.3.3.1.2 Arduino Leonardo: 
 
Arduino básico, Con características similaresa la arduino, sin embargo, tiene 12 entradas 
analógicas y 20 entrada salidas digitales. A diferencias del resto de arduinos con el 
microcontrolador ATmega32u4 en que no posee un controlador adicional para controlar 
el USB. Además, tiene más pines de interrupciones externas. Tiene comunicación TWI, 
SPI y dos UART. 
 
 
 
 
 
 
 
Figura 38 arduino Leonardo 
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3.3.3.1.3 Arduino Mega 2560: 
 
 Arduino basado en un microcontrolador ATmega2560. Tiene 54 entradas/salidas 
digitales, 16 de ellos pueden usarse como PWM, 16 entradas analógicas y 4 UART 
además dos modos PWI y uno SPI. Tiene 6 interrupciones externas. Y es compatible con 
todos los shields de arduino. 
 
 
 
 
 
 
 
 
Figura 39 arduino mega 2560 
 
3.3.3.1.4 Arduino Mega ADK: 
 
 Exactamente igual que el Mega 2560 pero con la diferencia de que en este caso se tiene 
la posibilidad de USB Host, poco utíl en este proyecto. 
 
 
 
 
 
 
 
 
Figura 40 arduino mega adk 
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3.3.3.1.5 Arduino Micro: 
 
Es completamente similar al Leonardo, la única diferencia es el tamaño con el que fue 
construido. Es compatible con las Shields de arduino, sin embargo, se debe instalar de 
forma externa, es decir, cableándolo, aunque en el caso de que se construya nuestra propia 
shield no es ningún problema. 
 
 
 
 
Figura 41. arduino micro 
 
3.3.3.1.6 Arduino Nano:  
 
Arduino basado en un microcontrolador ATmega328. Es similar en cuanto a 
características al arduino uno. Las diferencias son tanto el tamaño como la forma de 
conectarlo al ordenador para programarlo. Es compatible con la mayoría de shield, 
aunque de la misma forma que el arduino Micro. 
 
 
 
 
Figura 42 . arduino nano 
 
3.3.3.1.7 Arduino FIO 
 
Arduino basado en un microcontrolador ATmega328p. Trabaja a 8 Mhz y 3.3V tiene 14 
pines de entrada/salidas digitales (6 PWM), 8 pines de entrada analógicas e integra tanto 
un conector para la batería y su correspondiente módulo de carga, como un slot para poder 
instalar un módulo de comunicaciones xBee. Tiene UART TTL e interrupciones lo que 
nos permite también ponerlo en modo Sleep, permite también poner el XBEE en modo 
Sleep, reduciendo el consumo total. Además, posee tanto TWI (I2C) como SPI. Unas 
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ventajas importantes de este dispositivo son el bajo consumo en Sleep y el poder 
programarlo mediante XBEE, sin necesidad conectarlo físicamente al ordenador. 
 
 
 
 
 
Figura 43. Arduino Fio 
 
3.3.4 ESTRUCTURA DE PROGRAMACION 
 
la estructura básica del lenguaje de programación arduino es bastante simple y se organiza 
en al menos dos partes o funciones que encierran bloques de declaraciones 
 
 void setup() {} 
 void loop() {} 
 
 
Ambas funciones son requeridas para que el programa funcion 
 
3.3.4.1.1 SETUP () 
 
La función setup debería contener la declaración de cualquier variable al comienzo del 
programa, es la primera función a ejecutar en el programa, es ejecutada una ve y es usada 
para asignar pinMode o inicializar la comunicación serie 
 
3.3.4.1.2 LOPP () 
 
La función loop se ejecuta a continuación e incluye el código que se ejecuta 
continuamente, leyendo entradas, activando salidas, etc . esta función es el nucleo de 
todos los programas arduino y hace la mayor parte del trabajo 
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Figura 44. Programa ide de arduino 
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DESCRIPCIÓN DEL PROYECTO 
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4.1 ENLACE INALÁMBRICO 
4.1.1 CONFIGURACIÓN DE LOS MODULO XBEE 
 
Para configurar los módulosXbee utilizaremos el software xctu, donde como primer paso 
es agregar el móduloXbee a nuestro programa seleccionando el puerto que se le asignóal 
módulo,  en el caso de un módulo que viene de fábrica los parámetros son los que 
aparecen en la imagen b, luego presionamos el botón “finish” y comenzará a buscar los 
dispositivos. 
 
 
 
 
 
   (a)      ( b) 
 
 
 
Figura45. a) selección de puerto, b) selección de parámetros de puerto 
 
4.1.1.1 Parámetros 
El software comenzará a buscar los módulos. Cuando encuentra los dispositivos, 
presionamos el botón “Add selected devices” 
 
 
 
 
 
 
 
 
 
Figura 46. Búsqueda de módulos Xbee 
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4.1.1.2 Dispositivos encontrados 
Teniendo los dispositivos asignados, podemos revisar los parámetros de configuración de 
cada uno presionando sobre el dispositivo que deseamos ver. 
 
 
 
 
 
 
 
 
Figura 47. Revisión de parámetros de los dispositivo encontrados 
 
4.1.1.3 Parámetros de configuración 
En las siguientes tablas, podemos encontrar la descripción de los campos y los valores 
que debemos asignar a cada uno para configurar los Xbee Serie 2 en “modo transparente” 
o en una conexión punto a punto 
 
 
 
  
 
 
 
 
 
 
Tabla 05. valores del módulo xbee 
 
 
 
Indicador Nombre 
DH Destination Address High 
DL Destination Address Low 
MY 16-bit Network Address 
SH Serial Number High 
SL Serial Number Low 
PAN ID Operating PAN ID 
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A continuación se nuestra la forma de configuración de nuestros módulo Xbee 
 
 
 
 
 
 
 
 
 
 
 
Tabla 06. Configuración de módulo xbee 
 
Dirección de Identificación De Nuestros Módulos Xbee, Direcciones Que Serán 
Agregado Para Identificarlos En La Red 
 
 
 
 
 
 
 
 
 
Figura 48. Datos de nuestro módulo xbee 
 
La ventaja de los módems Xbee Serie S2, es que se pueden configurar redes más 
completas (tipo mesh). Esto nos brinda la ventaja de poder tener redes que abarquen zonas 
geográficas mucho más amplias, aunque estas redes son mucho más complejas. 
 
VALORES DEL MODULO 1 VALORES DEL MODULO2 
DH   =13A200 DH  = 13A200 
DL  = 40FC870F  DL  = 4076E265 
MY  = AAAA MY  = AAAA 
PAN ID =1234 PAN ID  = 1234 
SH  =13A200 (viene por defecto) SH  = 13A200 (viene por 
defecto) 
SL  =40FC870F (viene por 
defecto) 
SL = 4076E267 (viene por 
defecto) 
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4.1.1.4 CONFIGURACIÓN DE UN COORDINADOR AT PARA PUNTO A 
PUNTO. 
Figura 49, configuración de Coordinador AT 
 
4.1.1.5 CONFIGURACIÓN DE UN END DEVICE AT. 
 
Figura 50. Configuracion de un end device att 
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4.1.1.6 Punto a multipunto 
 
Una conexión punto a multipunto es óptima cuando se requiere enviar información de 
manera controlada a uno o varios nodos a la misma vez, por lo que se hace mucho más 
apropiado para nuestro proyecto. 
Solo basta con utilizar el método de una red punto a punto para la transmisión a un nodo, 
para realizar la transmisión a varios nodos a la vez solo basta con utilizar como dirección 
destino 0xFFFF. 
También Es importante tener en cuenta que se debe configurar el módulo Xbee en la 
misma dirección PAN y el mismo canal de comunicación 
 
4.1.1.7 Pruebas de envío y recepción de datos entre dos modelos 
 
una vez configurado los nódulos xbee debemos asegurarnos que estos módulos estéan 
conectados entre sí, y que intercambien información  
 
el softwarexctu tiene la opción de modo consola situado en la parte superior del programa, 
mediante el cual enviaremos información entre ambos modulos 
 
Figura 51. Pruebas de envio y recepción de datos 
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Comprobamos asi que tanto como el envio y la recepción es correcta las letras azul 
significan él envió, mientras que las letras rojas representan las correcta recepcion 
 
 
4.1.1.8 Pruebas de comunicación entre dos módulosXbee con arduino 
 
Para poder realizar el control de la iluminación de la lámparaled, fundamentalmente será 
necesario tener el control sobre la tensión de salida del controlador con el fin de regular 
la intensidad de la lámpara led 
 
 Tal es el caso que necesitaremos programar una de las salidas pwm para así poder 
manejar los distintos niveles de intensidad lumínica que deseemos en cada instante, por 
lo cual utilizaremos una salida pwm que nos ofrece el arduino para conseguir dicha señal 
el cual nos permitirá modificar la rnision en cada momento de forma inalámbrica con los 
nódulos xbee 
 
En el arduino conectaremos también el detector de presencia y lo programaremos para 
que el circuito funcione de manera autónoma cuando no deseemos tener un control 
continuo sobre él y de esta forma que el funcionamiento sea acorde a lo que se necesita 
en cada momento 
 
4.2 PINES DE CONEXIÓN ARDUINO 
Para la elaboración de nuestro proyecto de tesis utilizaremos el arduino, el cual se adecua 
por las salidas y entradas que existen en el  
 
 Pin 8 = para el detector de presencia 
 
 Pines 0y 1= para la transmisión y recepción de datos 
 
 Pin 6 =salida del PWM, para el control de iluminación 
 
 Pines de tensión de 5v.3.3 y gnd 
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Figura. 52 pines a utilizar arduino uno 
 
4.3 SELECCIÓN DEL DETECTOR DE PRESENCIA 
Los sensores de presencia de seleccionan dependiendo al tipo de instalación, en estes 
caso, nuestro poyecto está dirigido a instalaciones en exteriores, por lo que necesitaremos 
un sensore capaz de minimizar al máximo las falsas alarmas originadas por la detección 
de agentes externos que podramos encontraren la calle como por ejemplo la presencia de 
alguna mascota 
 
Por tal motivo se ha elegido utilizar un dispositivo tipo dual preparado para soportar todos 
los problemas mencionados, por lo que lleva un grado de protección ip55 
 
4.3.1 DETECTOR DE PRESENCIA OD850 
Es un detector destinado para uso en exteriores oo en entornos complicado s, utilizan una 
combinación de infrarojos(pir) pasiva y microondas con procesamiento de señales 
avanzado. 
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Los detectores procesan las señales PIR con el métodoMotilón Analyzer II y las señales 
de microondas con el método Linear Travel Distance (LTD). Los detectores distinguen 
entre movimientos pequeños y repetitivos, como el de las ramas de los árboles con el 
viento, y movimientos intencionados de intrusos. Estas técnicas de procesamiento 
avanzadas y el diseño mecánico de los detectores se complementan para ofrecer un gran 
rendimiento en muy distintas condiciones climatológicas. 
 
Es detector cuenta con un procesador de señales de microondas que mide la distancia del 
recorrido lineal de un objetivo para decidir si se activa la alarma. Elimina las alarmas 
provocadas por objetos que se mueven, pero no se desplazan, como las ramas de un árbol 
o los carteles colgados. Dos niveles de 
 
 
 
 
 
 
 
 
 
 
 
 
 
Tabla 07 especificaciones técnica del detector de presencia 
 
4.4 DRIVERLED AC90 
Este driver led ac90 regula el flujo de corriente sobre el el led asegurando que este se 
alimente siempre con el voltaje y la corriente adecuada 
  
Este driver se ajusta también a las continuas fluctuaciones de voltaje de la red eléctrica y 
evita que los leds sean perjudicados en casa exista un sobre exceso de tensión 
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un punto en resaltar es que este driver permite una regulación mediante pwm lo cual se 
adecua perfectamente a nuestro proyecto 
 
4.4.1 CARACTERÍSTICAS: 
salida pwm, sin sobrecarga 
 triac regulable tensión constante controlador led 
diseño para la instalación interior, no impermeable ip20 
adecuado para tira led, módulo led, iluminación led etc. 
ac110v o ac220v entrada 
alta fiabilidad 
fuente de alimentación pasada certificación ce & rohs. 
 
 
 
 
 
Figura. 53 driver led ac90 
 
 
Figura. 54 entrada de control vs ilumniacion 
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4.5 INTERFACE PARA EL CONTROL DE LA INTENSIDAD DE 
ILUMINACIÓN LED 
la aplicación para nuestro sistema de iluminación led autónomo es muy importante, en 
las cuales nos permitirá seleccionar el modo de funcionamiento de la iluminaria led y 
regular la intensidad que deseemos. 
 
la aplicación se desarrolló en el lenguaje de programación visual Basic, es una aplicación 
con interfaz sencilla de manejar , lo cual nos permitirá ver  a un rango de 0a 100% la 
intensidad de iluminación led, nos permitirá variar dicha intensidad  y poner nuestro 
sistema de iluminación de forma automática ,esta interfaz se conecta directamente con el 
arduino Xbee media el puerto de comunicación serial y envía las ordenes 
inalámbricamente a los otros módulosXbee indicándoles las acciones a realizar 
 
 
Figura. 55. Interface para el control de iluminación led 
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CAPITULO V 
CONCLUSIONES 
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5.1 CONCLUSIONES 
En este proyecto de desarrollo un enlace inalámbrico zigbee para el control de intensidad 
y activación de un sistema de iluminación led, con el objetivo de interconectar 
inalámbricamente las iluminarias led con el cual obtendremos una reducción de un 80% 
de energía eléctrica 
 
Actualmente los sistemas de iluminación se activan por periodos constantes, lo que hemos 
logrado es que el encendido de este se desarrolle de forma autónoma cuando la presencia 
de una persona sea detectada, y a la vez un sistema que nos ayude a regular la intensidad 
de la misma,  
 
Una de la principales punto de elección del sensor de presencia fue que soportara las 
consideraciones ambientales a las que estarían expuestas, que sea un detector de presencia 
capaz de distinguir entre movimientos pequeños y repetitivos , como la ramas de los 
arboles con el viento y movimientos intencionados de intrusos 
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