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Предмет истраживања ове докторске дисертације су модели 
развоја електронске управе, са нагласком на регионалном и локалном 
нивоу управе, који имају за циљ да се што је могуће брже, уз постојећа 
инфраструктурна и финансијска ограничења, достигне степен развоја 
еУправе у развијеним земљама.   
 
Моделима су обухваћени следећи аспекти еУправе: 
1. информационо-комуникациона инфраструктура, 
2. организациона инфраструктура  и 
3. инфраструктура људских ресурса. 
 
Програм истраживања у оквиру докторске дисертације обухвата 
три основна сегмента: 
1. Истраживање постојећих резултата из предметне области 
(информационо комуникационе технологије, стандарди и 
интероперабилност, софтверске архитектуре), као и 
анализу постојећих метода и искустава на увођењу 
електронске управе на државном нивоу посебно у 
државама ЕУ. 
2. Развој новог модела увођења еУправе.  
3. Верификација развијеног модела увођења еУправе. 
 
Дисертација садржи следећа поглавља:  
1. Увод 
2. Преглед метода за увођења еУправе 
3. Стање еУправе 
4. Стандарди и интероперабилност 
5. Модел реализације еУправе у АП Војводини 
1) Надлежности и организација 
2) Људски ресурси 
3) Рачунарско-комуникационе инфраструктуре 
4) Софтвер 
а) Методологија развоја 
б) Софтверска архитектура 
в) Јавни сервиси 
5) Стандарди и интероперабилност 
6) Информациона безбедност 
 ii 
6. Имплементација (студије случаја) реализације еУправе у 
АП Војводини 
1) Надлежности и организација 
2) Људски ресурси 
3) Рачунарско-комуникационе инфраструктуре 
4) Софтвер 
а) Методологија развоја 
б) Софтверска архитектура 
в) Јавни сервиси 
5) Стандарди и интероперабилност 
6) Информациона безбедност 
7. Закључак. 
 
У другом делу су дата уводна разматрања, која обухватају 
мотивацију, предмет и циљеве дисертације, различите дефиниције и 
аспекте увођења еУправе, као и преглед постојећих резултата 
истраживања из предметне области. Описана је усвојена методологија 
за увођење еУправе. 
 
Трећи део је посвећен прегледу постојећих метода и искустава 
на увођењу електронске управе на државном нивоу, посебно у 
државама ЕУ. Поред тога, дат је осврт и на стање еУправе у 
Републици Србији и АП Војводини.  
 
Научни допринос је изложен у  четвртом, петом и шестом делу 
докторске дисертације. 
Незаобилазан услов за увођење еУправе је примена стандарда у 
свим фазама увођења, водећи рачуна од самог почетка да се обезбеди 
интероперабилност, како унутар једног нивоа еУправе, тако и између 
различитих нивоа еУправе. Ово је тема четвртог дела дисертације. 
Избор стандарда и метода за интероперабилност је показан на примеру 
еУправе АП Војводине и локалне самоуправе.  
 
У петом делу је описана спецификација захтева и модел 
реализације еУправе у АП Војводини за области надлежности и 
организације, развој људских ресурса,  комуникациону 
инфраструктуру, методологију развоја софтвера, јавне сервисе, 
софверску архитектуру, стандарде и интероперабилност као и за 
информациону безбедоност.  
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У шестом делу је за све наведене области, описана 
имплементација (студије случаја) реализације еУправе у АП 
Војводини.  
 
На крају, у седмом делу, дат је закључак на основу добијених 
резултата и наведени су могући правци даљег истраживања. 
 
Захваљујем се свим члановима Комисије који су допринели да 
ова дисертација буде садржајнија и прегледнија. При томе, посебну 
захвалност дугујем професору емеритусу Душану Сурли и ментору 
професорки  Зори Коњовић за сугестије које су значајно утицале на 
садржај дисертације и за несебичну помоћ у току њене израде. 
 
Желим да изразим своју захвалност и свима  у телима и 
органима Владе Аутономне Покрајине Војводине  који су ми пружили 
могућност да верификујем модел убрзаног развоја еУправе на реалном 
случају,  а посебно колегама из Управе за опште и заједничке послове 
покрајинских органа.  
 
Такође се захваљујем својој породици на разумевању и подршци 
у току израде дисертације.      
 
 
Нови Сад,октобар 2012.      
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Текућа фаза развоја људског друштва се ослања на два основна 
појма: друштво базирано на знању и информационо друштво. Постоји 
већи број дефиниција ових појмова. Тако је у [Pálinkás 2011] истакнуто 
да је друштво базирано на знању иновативно друштво доживотног 
учења и да се знање користи да оспособи и обогати људе 
културолошки и материјално и да се изгради одрживо друштво. У 
[Wikipedia n.d.a] је истакнуто да је Информационо друштво оно у коме 
креирање, дистрибуција и руковање информацијама постају важна 
економска и културолошка активност.  
Дакле, као основа за даље напредовање и уједначенији развој 
људског друштва у целини, узимају се два основна елемента:  
1. знање као кључни ресурс развоја,  
2. информационо-комуникационе технологије (ИКТ) као 
средства којим се обезбеђује техничко-технолошка 
подршка развоју и управљању знањем. 
 
1.1. Предмет истраживања 
 
Предмет истраживања су модели развоја електронске управе, 
са нагласком на регионалном и локалном нивоу управе, који имају за 
циљ да се што је могуће брже, уз постојећа инфраструктурна и 
финансијска ограничења, достигне степен развоја еУправе у 
развијеним земљама.   
Моделима су обухваћени следећи аспекти еУправе: 
1. информационо-комуникациона инфраструктура, 
2. организациона инфраструктура, и 
3. инфраструктура људских ресурса. 
 
Образложење о потребама истраживања: Информационо 
друштво је текућа фаза развоја друштва. Постоји много покушаја да се 
дефинише појам информационог друштва, од којих је за истраживања 
у овој тези најприкладнија следећа дефиниција: „Тип друштва у коме 
информације и приступ информацијама играју централну улогу, 
економски, друштвено, и појединачно. Владе чине напоре да своје 
земље уведу у ову еру.‖ [MobileMAN n.d.]  
Информационо друштво представља циљ коме теже развијене и 
мање развијене земље. Могућности које пружају информационо-
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комуникационе технологије (ИКТ) односе се на све сегменте друштва: 
све области привреде, образовање и културу, здравство, и политичке и 
административне органе и системе. Тренутни ниво коришћења ИКТ у 
свету је такав, да је практично немогуће остварити пословну или 
административну комуникацију са развијеним земљама без 
коришћења ових технологија. Овакав положај ИКТ у савременом 
друштву захтева сагледавање могућности које пружа њихова примена, 
анализу ризика које носи њихова примена и, посебно, начина њихове 
примене. 
Развој информационог друштва, односно друштва базираног на знању 
представља политичко определење Европске Уније [The European 
Council 2000]. Активности на овом развоју реализују се на на два 
нивоа, први на нивоу саме Уније и други на нивоу држава чланица.  
1.2. Заједнички циљеви и принципи  
На нивоу Европске Уније дефинишу се заједнички циљеви и принципи 
[The European Commission 2000; The European Council 2002; The 
European Commission 2005] и обезбеђује се део ресурса којим се 
финансијски и стручно подржавају програми развоја информационог 
друштва, посебно у земљама кандидатима за чланство у Европској 
Унији [The European Commission 1999-2006].  
Заједнички циљеви који се односе на развој информационог друштва 
су: 
 информационо друштво за све 
 успостављање Европског простора истраживања и иновација 
 образовање и обука 
Принципи примене ИКТ у земљама чланицама базирани су на 
основним принципима Уније: 
Широкопојасни приступ: омогућавање брзог приступа 
Интернету по ниским ценама, првенствено преко телефонских линија 
(DSL) или каблова, али и преко бежичне технологије (3G мобилних 
телефона, Hi-Fi) или чак преко сателита, који ће бити загарантовани 
адекватном применом последњег сета закона ЕУ. 
Информациона безбедност: електронске мреже се морају 
осигурати од хакера и вируса и морају бити довољно безбедне да би се 
изградило поверење клијената у електронско плаћање. Питање 
безбедности се мора уравнотежити са могућом повредом приватности 
грађана. 
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еУкључивање: осигурати да је информационо друштво 
доступно највећем делу становништва, без обзира на географске и 
социјалне разлике. 
еУправа: приближити државну управу грађанима и привреди 
обезбеђивањем модерних јавних услуга путем Интернета  
еУчење: прилагодити образовни систем и обучавање у ЕУ 
привреди заснованој на знању и дигиталној култури. 
еЗдравље: обезбедити електронске здравствене услуге које су 
кориснички оријентисане и информације за грађане и здравствене 
раднике широм Европе, увођење инфраструктуре за здравствену 
заштиту, превенцију болести и здравствено обучавање преко 
Интернета. 
еПословање: стимулисање развоја еTрговине (куповина и 
продаја путем Интернета) и с тиме тесно повезана реорганизација 
пословних процеса коришћењем дигиталне технологије.  
 
Принципи Уније су прилагођени потребама и могућностима 
појединачних земаља. Специфичности земаља чланица односе се на 
следеће аспекте: 
 историју развоја информационог друштва,  
 законски оквир, 
 степен развоја информационог друштва,  
 електронске јавне сервисе,  
 делегирање надлежности, и  
 расположиву инфраструктуру.  
Значајни су и финансијски и организациони напори које Европска 
Унија улаже у истраживања везана за развој ИКТ кроз различите 
програме који се финансирају из заједничких средстава Уније [The 
European Commission, 1998-2002; The European Commission, 2002 - 
2006]. 
У примени ИКТ у различитим видовима пословних комуникација 
јавне управе и администрације, основни ризик земаља у транзицији, 
лежи у огромном заостајању у односу на развијене, па и мање 
развијене земље.  
Ограничени инфраструктурни и финансијски ресурси отежавају 
смањењење овог заостајања и због тога је неопходно дефинисати 
моделе развоја којима ће се, уз постојећа ограничења, остварити 
убрзан развој еУправе. 
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Циљ истраживања је да се дефинише модел развоја еУправе за 
регионални и локални ниво управе који ће омогућити да се, уз 
уважавање ограничења над инфраструктурним и финансијским 
ресурсима, смањи заостајање у односу на развијене земље у овој 
области и омогући даљи континуиран развој еУправе. 
 
Очекивани резултати истраживања су препоруке за развој 
регионалне и локалне еУправе које обухватају: моделе рачунарско-
комуникационе инфраструктуре, моделе стандарда и 
интероперабилности, моделе софтверске архитектуре, и моделе 
имплементације и евалуације еУправе. 
 
Методологија истраживања: За развој модела  коришћене су 
савремене  методологије за пројектовање и имплементацију 
комуникационе и информационе инфраструктуре, као и примери 
добре праксе у развоју еУправе. Верификација предложених модела је 
извршена на реалном примеру развоја еУправе Аутономне Покрајине 
Војводине за период 2005 – 2010. године. 
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2. ПРЕГЛЕД МЕТОДА  ЗА УВОЂЕЊЕ 
еУПРАВЕ  
2.1. Дефиниције еУправе 
Владе широм света се суочавају са изазовом трансформације и 
потребом да поново другачије осмисле системе државне управе, да би 
обезбедиле испоруку ефикаснијих сервиса по нижој цени, као и 
испоруку информација и знања уз коришћење информационо-
комуникационих технологија (ИКТ). Развој ИКТ је био катализатор, 
који је омогућио и убрзао процес успостављања еУправе. 
еУправа се шири у таласима кроз јавне организације и јавну 
администрацију широм света. Владе све више користе ИКТ, а посебно 
Интернет или на web-у засноване мреже, да обезбеде сервисе између 
владиних агенција и грађана, пословног сектора, запослених и других 
невладиних агенција. Jim Melitski је на страни еУправа web-сајта 
ASPA то овако описао: „Широм света јавне организације започињу 
„путовање еУправа―, објављујући на Интернету статичке информације 
и успостављајући online присуство, у нади да ће и оне такође успети да 
реализују пораст ефикасности, ефективности, као и побољшање 
организационих перформанси.‖ [Melitski 2001]. Од истраживача и 
стручњака се све чешће захтева да остваре консензус у вези 
иницијатива за еУправу.  
Да би се разумела еУправа, мора се разумети развој 
администрације и реформа владе и државне управе уопште. У 1980-
тим годинама, административни развој је карактерисало потпуно 
управљање квалитетом (Total Quality Management - TQM), док су 
реинжењеринг и поновно осмишљавање и конципирање процеса 
карактерисали управу у 1990-тим годинама. Поновно осмишљавање и 
конципирање процеса допринело је схватању да управа представља 
динамичну мешавину циљева, структура и функција. Иницијативе за 
еУправу представљају комплексне напоре да се уведу промене, са 
циљем коришћења нових технологија за подршку трансформације 
операција, као и за подршку већој ефикасности реформисане владе и 
државне управе. Нови изазов за јавну администрацију у 21. веку 
представља креирање еУправе [Fang 2002]. 
еУправа се може посматрати од „оn-line приступа сервисима‖ до 
„алата за изградњу и обнову демократије‖ [Gonnet 2001]. Поглед на 
еУправу пре свега зависи од интереса онога који је описује. 
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Пословном човеку то је брза електронска регистрација предузећа, 
уређен, електронски вођен катастар или јавне набавке оn-line. 
Грађанину је најзанимљивија провера и плаћање пореза оn-line, 
изборни систем у коме нема крађе, резултати уписа у школе и на 
факултете на Интернету или обавештење о јавним радовима. Новинар 
је првенствено заинтересован за неограничен, брз и бесплатан приступ 
јавним информацијама. Борцима за људска права је значајан систем 
надзора рада власти, итд. 
 
Постоји више покушаја да се дефинише еУправа. Неке од њих су 
следеће: 
 
1. еУправа (енгл. e-administration) представља употребу 
информационих технологија како би се олакшао промет 
информација и савладале физичке препреке традиционалних 
система односно коришћење технологије како би се повећала 
доступност и олакшало извршење јавних служби у корист 
грађана, привредника, као и запослених у тим службама. 
Устаљено виђење ствари иза ових дефиниција је да је еУправа 
заправо аутоматизација, односно компјутеризација постојећег 
―папирног система‖, која ће довести до нових стилова 
управљања, нових начина расправљања и одређивања 
стратегија, обављања послова, као и организовања и 
достављања информација [Wikipedia n.d.b]. 
 
2. еУправа представља начин на који државна управа користи 
Интернет, персоналне рачунаре, мобилне телефоне и друге 
технологије да би обезбедила погоднији приступ 
информацијама и сервисима који су у њеној надлежности, да 
би побољшала квалитет сервиса и да би обезбедила веће 
могућности за партиципацију у демократским институцијама и 
процесима [Е-government in New Zealand n.d.].  
 
3. еУправа се дефинише и као начин на који владе користе 
најновије ИКТ, а посебно на web-у засноване Интернет 
апликације, да би обезбедиле грађанима и привредним 
субјектима (пословном сектору) погоднији приступ 
информацијама и сервисима владе и државних органа управе, 
да би побољшале квалитет сервиса и да би обезбедиле веће 
могућности за партиципацију у демократским институцијама и 
процесима. То укључује трансакције између владе и пословног 
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сектора, владе и грађана, владе и службеника запослених у 
органима управе, као и између различитих организационих 
јединица и нивоа управе [Fang 2002]. 
 
4. Када се сагледају импликације еУправе, она се може 
дефинисати као способност добијања владиних сервиса 
коришћењем нетрадиционалних електронских средстава, 
омогућавање приступа информацијама органа управе и 
обављање трансакција са државним органима по принципу 
„било где, било када‖ (anywhere, any time) и у складу са 
захтeвима једнаког приступа за све. еУправа нуди потенцијал 
да се јавни сектор поново обликује и да се изграде односи 
између грађана и владе [Pardo 2000].  
 
5. Gartner [Baum & Di Maio 2000] шире дефинише еУправу: 
„еУправа представља континуирану оптимизацију испоруке 
сервиса, управљања и партиципације бирача, путем 
трансформације интерних и екстерних односа коришћењем 
нових технологија, Интернета и нових медија.‖ То укључује 
односе владе према грађанима (Government to Citizen), владе 
према запосленима (Government to Employee), владе према 
пословном сектору (Government to Business), као и међусобне 
односе владе и државних органа управе (Government to 
Government). 
 
6. У документу „Стратегија развоја електронске управе у 
Републици Србији за период од 2009. до 2013. године‖ („Сл. 
гласник РС‖, бр. 83/2009 и 5/2010) под изразом „електронска 
управа‖ (еУправа) подразумева се примена информационо-
комуникационих технологија (ИКТ) којом се постиже 
ефикаснији и ефективнији рад органа управе и ималаца јавних 
овлашћења (органа власти) у функцији вршења власти, 
економског раста и смањења административног оптерећења 
грађана и привредних субјеката. 
 
Постоје  дефиниције еУправе посматране из различитих углова: 
Дефиниција еУправе посматрајући из угла маркетинга [Tooy 
2002] је: 
a. Начин организовања јавног менаџмента у циљу 
повећања ефикасности, транспарентности, лакоће 
приступа и могућности  одговора на захтеве грађана, 
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интензивним и стратешким коришћењем  
информационих и комуникационих технологија у 
унутрашњем менаџменту  јавног сектора (односи 
унутар и између појединих  управа), као и у 
свакодневним односима са грађанима и другим 
корисницима јавних услуга.  
Дефиниција из пословне перспективе: 
b. еУправа је управа која препознаје могућности и утицај  
информационих и комуникационих технологија на 
управљање у условима дигиталне економије и која их 
максимално користи да побољша интерне процесе у 
циљу пружања висококвалитетних услуга и 
успостављања менаџмента оријентисаног према 
корисницима.  
Из перспективе корисника дефиниција би гласила:  
c. еУправа је примена алата и техника еПословања на 
пословање јавне управе, како би се побољшао квалитет 
услуга и смањили трошкови за грађане и пословне 
организације [Vidyainc n.d.]: 
d. Ефективан и ефикасан метод за спровођење пословних 
трансакција. 
e. Могућност да се побољша ефективност и ефикасност 
функционисања  јавне управе. 
f. Много већа транспарентност функционисања јавне 
управе према грађанима. 
g. Коришћење информационе и комуникационе 
технологије да би се грађанима омогућио једноставан 
приступ до побољшаних кориснички оријентисаних 
сервиса, и то у било које време и на било којем месту.  
 
Као закључак овог прегледа различитих дефиниција, усвојена је 
следећа дефиниција еУправе која ће бити коришћена у овом раду. 
еУправа је начин на који владе и органи управе примењују 
најновије ИКТ, посебно Интернет и web, да би обезбедиле следеће: 
 Транспарентан и контролисан приступ информацијама које 
које генеришу органи управе, 
 Интерне електронске сервисе који подржавају ефикаснији и 
ефективнији рад органа управе и ималаца јавних овлашћења 
(органа власти) у функцији : 
o вршења власти,  
o економског раста, и  
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o смањења административног оптерећења грађана и 
привредних субјеката 
 Јавне електронске сервисе који обезбеђују: 
o максималне могућности грађанима да партиципирају у 
демократским институцијама и процесима и да 
ефикасно задовоље своје свакодневне административне 
потребе, 
o максималне могућности привредним субјектима у 
међусобној пословној комуникацији, комуникацији са 
органима управе и да ефикасно задовоље 
административнe потребe.    
 
2.2. Предности еУправе   
За грађане је највећа предност да да могу лако да ступе у контакт 
са администрацијом и да тај контакт буде квалитетнији.  
Истовремено се поступци администрације аутоматизују и 
поједностављују се различити процеси поступка, чиме се убрзава 
процес административних поступка, што доводи до ослобађања 
људских ресурса. Ти додатни капацитети стоје на располагању за 
посебне случајеве, где на пример процес није аутоматизован.  
Истовремено се повећава транспарентност огранака 
администрације, јер сваки корак у поступку постаје боље видљив за 
грађане, чиме се истовремено смањује могућност корупције. О сваком 
степену у административном поступку, грађанин је упућен и 
информисан.  
Лакши приступ административним информацијама олакшава 
грађаниима изражавање воље и политичких ставова. То доводи до 
учвршћивања демократије. Грађани имају могућности да се 
информишу о свим законским прописима, имају могућности да 
погледају протоколе и записнике са седница државних органа. Имају 
могућности да се директно информишу о томе који је закон у 
припреми, или ко хоће које амандамне, или ко од одборника како 
гласа. 
Европска унија има циљ да подржи социјално укључивање и 
интеграцију отворивши приступ информацијама и услугама које би 
омогућиле интеграцију Европе. 
Посебна је улога еУправе у економији. Ефективирање и 
убрзавање административних поступака доводи до уштеде времена и 
новца. Та уштеда ојачава не само предузећа, него цео тржишни 
простор у борби за позицију на глобалном тржишту. 
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Осим предности за грађане и за економију, олакшице еУправе за 
административне органе имају једну велику предност: а то је смањење 
трошкова. 
2.3. Интеракције у еУправи 
 
У еУправи разликују се следећи нивои интеракције: 
РБ Ниво интеракције Опис 
1. Информисање 
пласирање  информација преко 
Интернета (преко web презентације 
административне установе) 
2. Комуникација 
могућности интерактивне размене 
информација (двосмерна комуникација 
између агенција и грађана) 
3. Трансакција 
процес комплетног пружања услуга 
(обављање послова) 
  
Процес информисања се дефинише као једносмерно добијање 
информативних података. О комуникацији се говори када постоји 
двосмерна размена информација. Трансакција је пренос објекта или 
права између два субјекта који учествују у комуникационом процесу. 
Унапређење процеса интеракције подразумева коришћење 
електронских информационих и комуникационих технологија. 
Интеракција у  еУправи, у односу на учеснике у процесу, дели се 
на: 
 Влада према грађанинима  (Government-to-Citizen - G2C) 
 Грађани према Влади  (Citizen to  Government – C2G) 
 Влада према бизнису  (Government-to-Business - G2B) 
 Бизнис према Влади (Business to Government - B2G) 
 Влада према запосленима (Government-to-Employees - G2E) 
 Влада према Влади (Government-to-Government - G2G) 
 Влада према непрофитном сектору (Government-to-Nonprofit -
G2N) 
 Непрофитни сектор према влади (Nonprofit-to-Government - 
N2G) 
На основу упоређивања и анализе различитих типова 
еУправе, уочене су њихове карактеристике које су наведене у 
референци [Fang 2002]. 
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2.4. Предуслови за увођење еУправе  
 
Да би комуникација између државних институција и грађана, 
функционисала олакшано, треба да се испуне одређени предуслови. 
Делимично испуњавање тих предуслова води до делимичног 
успостављања еУправе. 
2.4.1. Социо-културолошки предуслови  
Увођење еУправе често не успева због неприхватања код 
корисника. То значи да они којима су намењени сервиси еУправе те 
сервисе прихватају из различитих разлога. Разлози се могу груписати у 
следеће категорије: доступност сервиса (различит у урбаним и 
руралним подручијма), економски услови појединих слојева 
становништва (захтев за поседовањем опреме чија цена није 
прилагођена економској моћи корисника), навике корисника, ниво 
образовања корисника, свест и поверење у сервисе, итд. Тако, на 
пример, старије особе са малим приходима и нижим степеном 
образовања по правилу остају ван могућности учествовања у 
олакшицама које доноси еУправа, јер немају приступ Интернету. 
2.4.2. Организациони предуслови  
Јавна управа се може дефинисати као систем органа, 
организација и тела и међузависан скуп надлежности, послова и 
задатака, специфично повезан и вођен са циљем примене правних 
норми, организационих инструмената, метода управљања,  процеса и 
процедура ради испуњења мандата  изабране  власти,  еВладе.  Њене  
основне  функције  су  услужна, регулативна, организациона и 
извршна. 
Успешно увођење еУправе има као предуслов прилагођену 
организациону структуру и административне поступке. То значи да се 
унутрашња организација администрације мора прилагодити тако да 
обезбеди коришћење предности еУправе. Из искуства других се 
показало да чврста унутрашња функционална подела администрације 
отежава коришћење предности еУправе. Обрнуто, флексибилна 
унутрашња организација администрације омогућава коришћење 
предности еУправе. То значи да се организација пословних процеса и 
административни поступци морају прилагодити потребама крајњих 
корисника и имплементирати путем примене ИКТ. Добар пример је 
размена пратеће документације где се, применом еУправе, крајњи 
корисници могу у потпуности ослободити обевезе да достављају 
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документацију која већ постоји у базама податка јавне управе (изводи 
из матичних књига, разне потврде из Катастра непокретности и сл.) На 
пример: кад грађанин поднесе електронским путем пријаву кривичног 
дела, истражни судија електронским путем може да изда налог 
локалном МУП-у за хапшење. 
Пошто континуум еУправе води организационој 
трансформацији, како јавне агенције започињу имплементацију 
иницијатива за еУправу и управљање, тако ће се побољшати 
организационе перформансе, испорука сервиса ће омогућити бољу 
интеракцију са грађанима, и биће обезбеђени сервиси на Интернету. 
Даље, еУправа трансформише организације уклањајући организационе 
границе и обезбеђујући већи приступ информацијама, већу 
транспарентност рада јавних агенција и већу партиципацију грађана у 
управљању и раду владе, побољшавајући и проширујући комуникације 
и олакшавајући демократске процесе [Fang 2002]. 
2.4.3. Правни предуслови  
За увођење еУправе неопходан је увод правних предуслова. Ту 
се пре свега мисли на формалности које су потребне при правном 
административном поступку (на пример: уместо својеручног потписа – 
електронска идентификација шифром). За већину административних 
поступака је тренутно потребан својеручни потпис. Такви тешко 
променљиви службени прописи, као и строга заштита личних 
података, отежавају увођење еУправе у пуној мери. 
Важну улогу при реализацији ових предуслова за еУправу има  
држава. У савезним административно организованим државама често 
настају инкомпатибилна решења на нивоима савезних јединица. Због 
тога је неопходно обезбедити одређени ниво централизованог 
управљања.  
2.4.4. Технички предуслови  
Основни предуслов за увођење еУправе је глобална повезаност 
на нивоу свих органа управе и приступ комуникационој 
инфраструктури за све кориснике еУправе. Хетерогене информационе 
и комуникационе технологије отежавају увођење еУправе и могу 
додатно да проузрокују високе трошкове. Непознавање расположивих 
технологија представља опасност да се потенцијали могућих сервиса 
не препознају и да се технологије због непознавања или лоше процене 
њихових могућности не набављају на прави начин.  Природа еУправе 
је таква, да је није могуће имплементирати без коришћења веома 
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различитих технологија. У овом тренутку заједнички именилац за 
технологије еУправе су Интернет и web. 
 
2.5. Веза еУправе са ИКТ  
 
еУправа мора бити подржана коришћењем ИКТ. ИКТ има 
кључну улогу у обезбеђивању имплементације карактеристика добре 
еУправе. Ниво партиципације, правичности - једнакости и 
укључивања (инклузије) великог броја грађана, делотворности и 
ефикасности јавне управе може се витално побољшати коришћењем 
ИКТ решења у административним процесима. ИКТ је од виталног 
значаја за унапређивање и побољшавање свих карактеристика добре 
еУправе. Уколико се еУправа у ужем смислу схвати као интеракција 
владе и грађана, или владе и привредних субјеката, као и процеси који 
се интерно одвијају унутар органа управљања, може се једноставно 
рећи да еУправа представља примену електронских средстава на све 
ове процесе.  
еУправа представља савремен пут јачања веза између јавних 
службеника и друштвене заједнице, који води снажнијој, одговорнијој 
и инклузивнијој демократији.  
Развој еУправе подразумева развој информационог простора, 
доступне и сигурне широкопојасне комуникације, богате и разноврсне 
садржаје и дигиталне сервисе и представља основу за даље јачање 
демократије и омогућавање грађанима да истражују и у потпуности 
реализују могућности које нуде ИКТ и глобално дигитално окружење. 
 
2.6. Истраживања еУправе 
 
У документима [The European Commission, 2005a; Chevallerau, 
2005] дат је систематизован преглед података о принципима примене 
ИКТ и активностима  у вези развоја еУправе у земљама чланицама 
Европске Уније.  
Принципи примене ИКТ су : 
• информационо друштва за све 
• успостављање европског простора истраживања и иновација 
• образовање и обука 
Европска Унија дефинише 6 активности у вези развоја еУправе 
(детаљније обрађено у поглављу 3.2.5. IDABC, стране 165-168).  
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Ови аспекти су и предмет већег броја научних истраживања која ће 
укратко бити приказани у наставку. Ова истраживања су 
класификована у следеће тематске групе: 
 Управљачки и организациони аспекти еУправе 
o Циљеви еУправе 
o Управљачки аспекти еУправе и утицај еУправе на 
шире окружење (економија и сл.). 
 Техничко-технолошки аспекти еУправе 
o Интероперабилност у еУправи 
o Примена web технологија и интеграција софтверских 
решења за еУправу. 
 Увођење еУправе 
o Модели увођења еУправе 
o Прихватање еУправе од стране корисника и мерење 
квалитета јавних сервиса еУправе. 
 




Циљевима еУправе се баве документ ОЕCD (Оrganisation for 
economic and co-operation and development) из 2011. године, рад 
(Theresa A. Pardo "Realizing the Promise of Digital Government: It’s More 
than Building a Web Site") и извештај Радне група за еУправу из земаља 
у развоју [The Working Group on e-Government in the Developing World 
n.d.] .  
OECD је 2001. године упутио документ са садржајем задатака 
које чланице OECD-а треба до 2010. године да испуне на путу до 
успостављања пуне функционалности еGovernment-а. У том 
документу еGovernment дефинишу као: употреба ИКТ-а, и посебно 
Интернета, као оруђа за постизање бољих резултата Владе.  
Theresa A. Pardo [2000] је истакла следеће функције еУправе: 
 Приступ грађана информацијама владе.  
 Електронско прибављање дозвола.  
 Приступ личним принадлежностима за грађане. 
 Јавне набавке, које укључују подношење понуда, куповину и 
плаћање. 
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 Интеграција информација и сервиса државних органа управе.  
 Партиципација грађана. Online демократија обухвата приступ 
изабраним функционерима, дискусионе форуме, регистрацију 
бирача, и online гласање. Ови сервиси треба да служе широкој 
друштвеној заједници. [Pardo 2000] 
Радна група за еУправу из земаља у развоју је идентификовала 
пет глобалних циљева чијем се остваривању тежи путем еУправе. 
Циљеви нису поређани по значају, јер свака земља мора сама да 
одреди приоритете за еУправу. Циљеви су: 
1. Стварање бољег пословног окружења,  
2. Корисници на вези, а не у реду (customers on line, not in line),  
3. Јачање доброг управљања и повећана партиципација грађана у 
њој,  
4. Раст продуктивности и ефикасности државних агенција и  
5. Обезбеђивање квалитетнијег живота маргинализованих и 
угрожених лица.  
У документима  земаља које прелазе на еУправу, као основни 
разлог њеног увођења наводи се тежња да се [The Working Group on e-
Government in the Developing World n.d.]:  
 осигура нова основа за економску конкурентност, 
 омогући редефинисање улоге и брже изврши трансформација 
владе и управе и њихово претварање у сервис грађана, 
 смањивање цене јавних услуга, 
 да подстицај развоју економије засноване  на  знању, 
 интегришу и олакшају јавне  услуге, 
 дефинише квалитетнија  политика, те побољша и убрза процес 
доношења одлука. 
 да се осигура ефикасност и ефективност рада управе на свим 
нивоима. 
 
Једна језгровита и сажета верзија визије еУправе формулисана је 
у САД: „побољшање за ред величине у вредности и квалитету услуга 
које федарална влада пружа грађанима‖ [Forman 2002]. Ова визија 
заснива се на три основна принципа: „постављање грађана на 
централно место‖ (citizen-centered), „усмерење на резултате‖ (results-
oriented) и „тржишно заснована‖ (market-based) еУправа. Њени 
оперативни принципи су „обједини‖ (unify) и „поједностави‖ 
(simplify), и односе се, како на грађане, тако и на владу и државне 
органе. У стратегији еУправе коју су усвојиле САД 2001. године, ова 
 16 
визија је утемељена и представља једну од пет кључних компоненти 
Председниковог плана управљања и учинка (The President’s 
Management Agenda and Performance Plan, 2001., цитат следи): 
„Организације служе грађанима, привредним субјектима, 
другим владама и федералним службеницима. Наш циљ је да сервиси 
и информације само ретко буду више од три ‚клика’ удаљени, када се 
користи Интернет. Остваривање ове визије захтева да се агенције 
интегришу и поједноставе своје операције.‖  
Крајњи циљ еУправе је да повећа доступност јавних служби 
грађанима. Она треба и да поспеши ефективност државе у управљању, 
као и да јој омогући бољи увид при распоређивању економских и 
социјалних ресурса. еУправа треба да омогући и увећа интеракцију 
између три главне стране у друштву – државе, физичких и правних 
лица, како би се стимулисао политички, социјални и економски развој 
државе. Функције еУправе крећу се строго у оквирима задатим 
законом. еУправа функционише на принципу 3Б (било када, било шта 
и било где), односно, „корисници‖ могу у било које време, за било коју 
потребу и из било ког места да се обрате управи.  Таква  управа  је  
потпуно  и  стално  оперативна  и  претпоставља  интеграцију  свих 
информационих система и подсистема. 
Трансформација јавне управе у правцу интензивне и широке 
примене  информационо комуникационих технологија (ка 
електронској управи - еУправи) је један од кључних сегмената 
свеукупног процеса изградње информационог друштва. 
Успешан развој еУправе доноси следеће користи [Reynolds & 
Regio 2001]: 
 Испорука електронских и интегрисаних јавних сервиса.  
 Премошћавање дигиталних подела. 
 Остваривање доживотног учења. 
 Реконструкција односа између државних органа и 
корисника.  
 Подстицање привредног развоја.  
 Креирање партиципативнијег облика управљања. 
У раду [Deloitte & Touche 2000] су идентификовани стратегијски 
кораци у процесу успостављања еУправе, засноване на досадашњем 
искуству, као смернице за будуће покушаје и активности. Следећих 
девет корака треба размотрити као кључне, приликом планирања 
интервенција за еУправу: 
1. Конципирање визије еУправе, 
2. Одређивање улоге и функција еУправе,  
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3. Напредовање кроз фазе развоја еУправе, 
4. Процена спремности за еУправу, 
5. Савладавање највећих препрека,   
6. Планирање интервенција за еУправу, 
7. Испорука еУправе, 
8. Оцењивање и учење од еУправе, и 
9. Одржавање и унапређивање еУправе. 
 
2.6.1.2. еУправа и окружење (Управљачки аспекти еУправе и  
 утицај еУправе на шире окружење) 
 
У раду Zhiyuan Fang [2002] разматра административна, 
политичка и етичка питања еУправе и идентификује безбедност, 
приватност и дигитални јаз као основна питања. Аутор предлаже 
холистички поглед на административне процесе, комуникационе и 
информационе ресурсе који посматра: 
 електронске комуникације, 
 побољшање комуникација са грађанима, 
 интегрисање екстерних и интерних процеса, 
 побољшање кооперације између агенција, 
 подршку процесима администрације и управљања на 
различитим нивоима и у различитим фазама, 
 нови организациони дизајн, и 
 сарадњу на великим дистанцама, преко организационих 
граница, кроз све хијерархијске нивое.  
Предложене аспекте, аутор посматра кроз SHEL модел за 
административне процесе [Wimmer 2001] као полазну тачку за 
разумевање и даља истраживања ових проблема, који поставља људе у 
центар интересовања.  
 
Реализација концепта еУправе захтева да се информационо 
комуникационе технологије не користе само као алат за решавање 
проблема, већ да у истој мери буду и покретачка снага за 
реорганизацију и обнову. Закључак је јасан: 
 Циљеви увођења еУправе не смеју да буду само пружање 
стандардних услуга преко Интернета. Главни циљ је радикална 
трансформација начина функционисања јавне управе 
коришћењем  великих  потенцијала  које  данас  нуде  
информационо-комуникационе технологије. 
 Упоредо са увођењем нових технологија, мора се приступити и 
суштинској измени модела јавне управе. Аутоматизација 
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постојећег модела рада само би му учврстила позиције и 
продужила век, а циљ аутоматизације је управо да измени 
суштину рада јавне управе, да је учини једноставном, 
отвореном,    ефикасном и оријентисаном, пре свега, према 
грађанима. 
 
Истраживањима везе еУправе са sa окружењем баве се и радови 
[Ndou 2004], [Singh, Das & Joseph 2007], [Moon & Norris 2005] и 
[Andersen & Henriksen 2006]. Предмет истраживања у раду [Ndou 
2004] је развој еУправе у земљама у развоју. Добијени резултати могу 
да допринесу изради стратегије и акционих планова за развој еУправе 
у тим земљама. У раду [Singh, Das & Joseph 2007] је разматрана 
зрелост еУправе у државама, користећи утицај БДП-а на ИКТ 
инфраструктуру, људски капитал, и управљање. На основу података из 
aуторитативних извора констатовано је да је највећи утицај ИКТ 
инфраструктуре. У раду [Moon & Norris 2005] је приказано 
истраживање утицаја менаџерске иновативности на развој еУправе на 
општинском нивоу.  У раду [Andersen & Henriksen 2006] предлаже се 
преоријентација еУправе ка крајњим корисницима, као кључним 
актерима за развој еУправе у будућности. Предлог се базира на 
проширењу модела Layne and Lee [Layne & Lee 2001]. 
 
У свим наведеним истраживањима показује се да је неопходна 
преоријентација еУправе односно неопходне су реформе управе које 
треба  да  омогуће: 
 Професионалан  и  стручан,  етички  и политички  
независан рад (Управу треба  да чини тим стручњака 
који ће се запошљавати и стицати унапређења на основу 
стручних способности и резултата рада). 
 Поједностављену организацију и систем одлучивања, 
како би се избегли проблеми дуплирања и појаве 
бирократских тенденција, те    омогућило концентрисање 
на пружање услуга грађанима, као и на развој тржишне 
економије. 
 Координирано доношења одлука. 
 Eкономично, ефикасно и ефективно руковођење 
људским, техничким, финансијским и осталим 
ресурсима. 
 19 
 Флексибилан  систем  управљања  и  одлучивања  који  ће  
моћи одговорити изазову конкретних друштвених промена. 
 Транспарентност рада јавне управе и доступност информација 
најширој јавности. 
 Рад    управе   у   складу   са   европским   вредностима и 
стандардима. 
 Разграничење улога и одговорности именованих лица у 
политичким процесима и одговорности службеника у 
органима управе, који нису укључени у политичке процесе. 
Да би ово било могуће, потребно је да се паралелно са 
аутоматизацијом рада  јавне управе врши и њена организациона и 
структурна трансформација. Циљ који ће се остварити реформом и 
увођењем еУправе је: успостављање  стабилне, демократски и 
савремено оријентисане, делотворне и ефикасне управе, која ће бити у 
служби корисника и тржишне економије, а омогућиће интеграције у 
европске демократске процесе и институције.  
 
2.6.2. Техничко-технолошки аспекти еУправе 
 
2.6.2.1. Интероперабилност у еУправи 
 
Интероперабилност је врло важна у еУправи јер представља 
способност да се размењују информације и да се узајамно употребе 
информације које су промењене.  
Интероперабилношћу еУправе баве се радови [Ebrahim & Irani 
2005] и [Guijarro 2007a]. Предмет рада [Ebrahim & Irani 2005] је да се 
обезбеди интегрисани архитектурални оквир за еУправу (architecture 
framework for e-government). Овај оквир представља усклађеност ИТ 
инфраструктуре са пословним процесима менаџмента у 
организацијама јавног сектора и класификују препреке које би могле 
отежавати реализацију предложеног архитектуралног оквира. 
У раду [Guijarro 2007a] приказани су резултати истраживања о 
политици и смерницама које су агенције за еУправу развијале у 
области интероперабилности.  Ова област ће бити детаљније обрађена 
у поглављу 4. 
 
2.6.2.2. Примена web технологија и интеграција софтверских 
решења за еУправу 
 
Применом web технологија и интеграцијом софтверских решења 
за еУправу се баве радови [Qiang et al. 2009], [Chan et al. 2010] и 
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Zhiyuan Fang [2002]. У раду [Qiang, 2009] је разматрана архитектура за 
интеграцију Web сервиса. Предложена интеракција нивоа портала, 
пословних токова, пословних сервиса, сервиса података и платформе 
интерфејса значајно унапређује оперативност еУправе.  
Предмет истраживања у раду [Chan et al. 2010] је развој и 
тестирање модела усвајања  обавезне технологије за електронске 
сервисе, као што су smart картице за идентификацију грађана и 
приступ еУправи. Помоћу овог модела идентификовано је осам 
екстерних фактора:  свест, помоћ, практичност, само-ефикасност, 
поверење, избегавање личне интеракције, флексибилност и 
компатибилност. Показан је значај ових фактора за усвајање обавезних 
технологија у еУправи.  
У раду  [Fang 2002] се кроз  административни интерфејс 
појашњавају дигитални процеси, процедуре и системи еУправе. 
Првобитни административни интерфејс се трансформисао из 
јединственог интерфејса „човек-човек‖ (people-people) у више 
интерфејса који обухватају комуникацију  типа „човек-човек‖ (people-
people), ―људи-мрежа-људи‖ (people-network-people), ―људи-мрежа‖ 
(people-network), ―мрежа-људи‖ (network-people) и  ―систем-систем‖ 
(system-system) са различитим карактеристикама интерфејса, 
оперативним процедурама и прописима. Због тога је важна тема у 
области еУправе, интерфејс за различите кориснике (Various User 
interface). Стандардни кориснички интерфејс и Интернет 
претраживачи (World Wide Web browser) су много допринели да се 
прошири употреба рачунара у сваку област друштва.  
У многим радовимa се разматра Web 2.0   технологија. Посебно 
су анализирани радови Davida Osimo, Hsinchun Chen, Petter Bae 
Brandtzćg & Marika Lüders, Soren Duus Ostergaard & Michael Hvass, 
Joanne Kuzmа, Dennis de Kool  & Johan van Wamelen, Gartner, Brian e. 
Dixon и Evan Olsen. 
У раду Davida Osimo [2008a] је наведено да је за еУправу 
најважнија транспарентност и доступност јавних података и предлаже 
се методологија за мерење транспарентности. Уместо мерења четири 
фазе online интерактивности (од информације до трансакције),  
оцењују се четири фазе транспарентности и поновног коришћења 
јавних података. 
У раду [Chen 2009] је описана нова "eGovernment 2.0" 
иницијативa у Америци која предлаже online политику преко блогова 
председника; дискусије путем форума; анализе социјалних мрежа а у 
циљу постизања транспарентности еУправе. 
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У извештају [Brandtzæg & Lüders 2008] грађани се посматрају 
као корисници услуга од произвођача услуга и информација у јавном 
сектору. Извештај је проучавао следеће теме: трендови у социјалним 
мрежама, коришћење интернета од стране  корисника из Норвешке за 
приступ  јавном сектору и међународне трендове у еGov услугама. 
Рад [Ostergaard & Hvass 2008] се бави применом web 2.0 
технологије у оквиру социјалне инклузије применом Facebook и 
YouTube модела. Здравствене и социјалне заштите за старе је једна од 
области  у којој се очекује велики напредак применом web 2.0 
технологије - и еУправе 2.0. 
Рад [Kuzma 2010] се бави истраживањем доступности web 
сајтова еУправе за особе са инвалидитетом у 12 држава у развоју и 
развијених земаља. Истраживања су показала да постоји недостатак 
пружања еквивалентног текста за слепе и слабовиде особе као и 
тастерских пречица, ефикасног коришћења контраста боја, доброг 
односа сјаја и контраста. Такође код препознавања и синтезе говора 
постоји недостатак читања  алтернативног текста у колонама, 
препознавање алтернативног језика и слично. 
Рад [Kool & Wamelen 2008] jе показао да 6 анализираних 
Xоландских примера web 2.0. апликацијa имају велики потенцијал за 
јавни сектор у смислу интеракције, учешћа и транспарентности. 
Међутим, када су анализиране четири фазе у развоју еУправе 
(присуство, интеракција, трансакција и трансформација), закључено је 
да ниједан од испитиваних холандских примера нема трансакцију или 
трансформацију. 
Рад [Osimo 2008b] се бави истраживањем методологије и 
оперативне дефиниције web 2.0. Резултати истраживања илуструју 
последицу примене web 2.0 у оквиру еGovernment домена. Закључак је 
да је web 2.0 још један и то комплементаран алат за достизање јавних 
циљева. 
У истраживању Gartner групе [Di Maio 2007] анализирају се 
ризици пословних модела који подржавају web 2.0 технологију. 
Закључено је да напори пропадају услед прекомерних амбиција, 
погрешног обима и претераног фокусирања на тренутно стање, а не 
будућност државе. 
У раду [Dixon 2010] се констатује да упркос доказима да web 2.0 
технологија има потенцијал да унапреди управљање знањем и 
ангажовање грађана, има мало доказа да су ти потенцијали 
искоришћени. Веће усвајање, коришћење и евалуација уз повећање 
финансијских средстава, сарадње и истраживања су неопходни за 
ефикасан пут ка еУправи 2.0. 
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У раду [Olsen 2010] је дата синтеза чланака и публикација у вези 
са коришћењем друштвених мрежа, web 2.0 у јавном сектору. У њему 




2.6.3.1. Модели увођења еУправе 
  
Модели увођења еУправе су обрађени у документима Светске 
банке, раду [UN/ASPA 2000], Gartner групе [Baum & Di Maio 2000], 
документу радне групе савеза држава југоисточне Азије (E-ASEAN - 
Association of Southeast Asian nations task force) и радовима [Deloitte & 
Touche 2001], [Layne & Lee 2001], [Hiller & Belanger 2001], [Siau & 
Long 2005] и [Jayashree & Marthandan 2010]. 
 
Светска банка је дефинисала модел који се састоји од три фазе: 
Објављивање, Интеракција  и Трансакција. 
 
Уједињене нације и Америчко удружење за јавну управу 
[UN/ASPA 2000]  су 2000. године објавили глобални преглед, у коме је 
коришћено пет категорија за мерење напредовања еУправе у некој 
држави. Напредовање и развој еУправе у некој држави се може 
идентификовати на следећи начин: 
• Појављује се присуство на web-у.  
• Повећано присуство на web-у.  
• Интерактивно присуство на web-у.  
• Трансакционо присуство на web-у.  
• Потпуно интегрисано присуство на web-у  [UN/ASPA 2000].  
 
Gartner група [Baum & Di Maio 2000] предлаже модел који се 
састоји од четири фазе: 





Радна група савеза држава југоисточне Азије (E-ASEAN - 
Association of Southeast Asian nations task force) је број фиксних 
телефона и пенетрацију персоналних рачунара (по становнику) 
прогласила за веома важне факторе успеха еУправе и укључила их као 
критеријуме у свој модел који се састоји од четири фазе: 
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• Појављивање (<5 телефона и <1 PC рачунар на 100 становника)  
• Развој (5-10 телефона и 2-5 PC рачунара на 100 становника)  
• Уграђивање (20-40 телефона и 5-10 PC рачунара на 100 
становника)  
• Проширивање (>40 телефона и >20 PC рачунара на 100 
становника)  
 
Deloitte-ов модел са шест фаза [Deloitte & Touche 2001]: 
• Објављивање и ширење информација, 
• Званичне двосмерне трансакције, 
• Вишенаменски портали, 
• Персонализација портала, 
• Обједињавање заједничких сервиса, 
• Комплетна интеграција и трансакције. 
 
Layne и Lee [Layne & Lee 2001] су дефинисали модел који се 
састоји од четири фазе: 
• Каталог: У овој фази се испоручују неке статичке или основне 
информације преко web сајтова. 
• Трансакција: У овој фази се проширују могућности каталога 
и омогућава се грађанима да врше неке једноставне online трансакције, 
као што су попуњавање формулара. 
• Вертикална интеграција: У овој фази иницира се 
трансформација сервиса државних органа, а не врши се само 
аутоматизација свих постојећих процеса. Ова фаза се фокусира на 
интеграцију функција државних органа на различитим нивоима, као 
што су органи локалне самоуправе и државни органи. 
• Хоризонтална интеграција: Ова фаза се фокусира на 
интеграцију различитих функција одвојених система, како би се 
корисницима обезбедили обједињени  сервиси. 
 
Hiller и Belanger [Hiller & Belanger 2001] су дефинисали модел 
који се састоји од пет фаза: информације, двосмерна комуникација, 
трансакције, интеграција и партиципација. Moon [Moon 2002] је 
незнатно променио тај модел: 
• Једноставно ширење информација (једносмерна 
комуникација): Ово је најосновнији облик еУправе, која врши 
дисеминацију информација једноставним објављивањем на web 
сајтовима. 
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• Двосмерна комуникација (захтев и одговор): Постоји 
интеракција између државних органа и корисника. Могућа је синхрона 
и асинхрона комуникација. 
• Сервисне и финансијске трансакције: Омогућене су 
трансакције, како између државних органа и појединаца (нпр. 
добијање визе), тако и између државних органа и привредних 
субјеката. 
• Вертикална и хоризонтална интеграција: Ова фаза је слична 
као последње две фазе у моделу Layne и Lee [Layne & Lee 2001]. Ова 
фаза се односи на интеграцију одвојених система на различитим 
нивоима (вертикална) и на интеграцију различитих одељења државних 
органа који су на истом хијерархијском нивоу (хоризонтална). 
• Учешће (партиципација) у политици: Промоција политичке 
партиципације кроз услуге као што су online гласање и анкете.  
 
Keng Siau и Yuan Long [Siau & Long 2005] синтетизован модел 
се састоји од пет фаза: 
• Web присуство: У овој фази, владе обично објављују 
једноставне и ограничене информације преко својих web сајтова, као 
што су надлежности, радно време, контакт информације и званични 
документи. 
• Интеракција: У овој фази омогућена је једноставна 
интеракција између државних органа и корисника. То укључује 
основне претраживаче, e-mail системе, као и преузимање званичних 
формулара. 
• Трансакција: Ова фаза омогућава корисницима (укључујући и 
грађане и привредне субјекте) да обављају комплетне трансакције 
online. 
• Трансформација: У овој фази се креће ка трансформацији 
начина на који државни органи пружају услуге. Трансформација 
обухвата и вертикалну интеграцију (државних органа на различитим 
нивоима) и хоризонталну интеграцију (различитих одељења државних 
органа истог хијерархијског нивоа на различитим локацијама). 
• еДемократија: еУправа постепено мења начин на који народ 
доноси политичке одлуке. 
 
Jayashree и Marthandan [Jayashree & Marthandan 2010] су 2010. 
године, после изучавања и анализе више различитих модела еУправе, 
дефинисали модел који пролази кроз прогресивне фазе развоја, и свака 
фаза додаје суштинску вредност ефикасном усвајању праксе еУправе 
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која води ка еДруштву. Овај модел се може користити за развој 
еУправе у пракси, као и за даља истраживања и моделовања.  
еУправа је веома важна посебно за земље у развоју, јер еУправа 
подржава добро управљање, које представља основу напретка у 
сваком погледу. 
 
На основу изложених модела, приликом разматрања развоја 
еУправе (експлицитно) у развијеним државама, могу се разликовати 
пет нивоа (фаза), и то омогућава рангирање и сврставање еУправа 
других држава у одређене „нивое‖ [UNPAN 2002]. Ова категоризација 
донекле омогућава успостављање ширег емпиријског темеља за 
процену општег статуса еУправе, иако се ситуација веома брзо мења. 
Кључни (основни) модели нивоа (фаза) развоја еУправе који су овде 
приказани укључују Gartner-ове четири фазе [Baum & Di Maio 2000], 
које обухватају присуство, интеракцију, трансакцију и 
трансформацију, уз додатак UNCTAD-ових пет нивоа (фаза), међу 
којима је фаза основне видљивости на Интернету [UNCTAD 2001]: 
1) Појављивање присуства. Овој иницијалној фази одговара 
постојање web-презентације и видљиво присуство на web-у.  
2) Повећано присуство. Количина и квалитет информација се 
знатно повећава, и оне су све више оријентисане 
интересовањима и потребама корисника. Наравно, 
„постављање web-презентације само по себи не мења начин 
пословања државног органа.‖ [UNCTAD 2001] „Електронско 
издаваштво (publishing) појављује се када екстерна web-
презентација државног органа постане значајан елеменат 
његове опште комуникационе стратегије, али још увек није 
значајно повезана са интерним пословањем („back-office‖) тог 
органа управе [UK National Audit Office 2002].    
3) Интеракција. Присуство владе и државних органа на web-у је 
драматично повећано и омогућена је двосмерна интеракција. 
Омогућено је претраживање специјализованих база података и 
неки формулари се могу преузети и попуњени вратити 
(UNPAN). На највишем нивоу софистицираности „корисници 
могу погодно персонализовати начин како сајт за њих 
функционише... охрабрује се и подстиче интензивно 
контактирање са службеницима путем e-mail-а, а одговори 
стижу брзо и њихова припрема је добро организована... 
Државни орган има потпун (комплетан) или парцијални 
Интранет...‖ [UK National Audit Office 2002]  
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4) Трансакција. „Ово је актуелни ниво за неколико агенција и 
државних органа и први следећи циљ за многе иницијативе за 
еУправу широм света.‖ [Baum & Di Maio 2000]. Корисници 
могу да реализију online различите послове са државним 
органима.  
5) Интегрисана или обједињена еУправа. Највиши ниво (степен, 
фаза развоја) је ближи визији, и вероватно представља суму 
свих претходних. У јавном сектору преовладавају могућности 
трансакције, што води потпуном умрежавању државних 
органа. Сви органи управе и агенције су повезани и 
трансформисани да испоручују информације и услуге 
грађанима и корисницима.  
 
 
2.6.3.2. Прихватање еУправе од стране корисника и мерење 
квалитета јавних сервиса еУправе 
 
Од средине деведесетих година прошлог века, јавни сектор се, 
као и приватни сектор, носи са проблемом како на најбољи начин да 
искористи нове технологије, као што је Интернет, да би изградио 
односе са корисницима и извршио испоруку сервиса. 
 
2.6.3.2.1. SIBIS истраживање 
У поређењу са пословним сектором, који је релативно брзо 
прихватио нове технологије за испоруку сервиса, управа је имала 
опрезнији приступ. Практично је тек 2000. године почео активан 
развој online сервиса [Accenture 2001]. У оквиру пројекта SIBIS 
(Statistical Indicators Benchmarking the Information Society), који је 
финансирала Европска комисија у оквиру програма „Технологија 
информационог друштва‖ (Information Society Technology) у периоду 
од 1998. до 2002. године, први пут је коришћен велики број 
индикатора у циљу истраживања и бољег разумевања односа 
корисника Интернета према еУправи. У овом одељку је дат кратак 
преглед најважнијих резултата истраживања овог пројекта. 
Извештај „Трасирање пута за еУправу у Европи и САД‖ 
[Graafland-Essers & Ettedgui 2003] представља један од главних 
резултата пројекта SIBIS. SIBIS се фокусира на девет тема: 
Телекомуникације, Интернет за истраживање и развој, Безбедност и 
поверење, Образовање, Рад и вештине, Друштвена инклузија, 
еТрговина, еУправа и еЗдравство. У оквиру пројекта SIBIS спроведена 
су два испитивања (испитивање опште популације и испитивање 
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надлежних за доношење одлука у пословном сектору) од марта до маја 
2002. године. Испитивање међу грађанима спроведено је у државама 
чланицама ЕУ, САД и Швајцарској. Испитивање у оквиру пословног 
сектора спроведено је у Финској, Француској, Немачкој, Грчкој, 
Италији, Шпанији и Великој Британији. 
Постојећа истраживања еУправе углавном су била 
концентрисана на понуду, фокусирајући се на коришћење [European 
Commision 2002], расположивост и ниво софистикације online сервиса. 
Таква истраживања је, на пример, спровела организација Accenture 
2001. и 2002. године; истраживања електронских јавних сервиса је 
спровела организација Cap Gemini Ernst & Young 2001. године; 
истраживање еУправе је спровео Центар за испитивање светских 
тржишта (World Markets Research Centre) у септембру 2001. године, а 
спроведено је и неколико националних истраживања током 2000/2001. 
године. 
Пројекат SIBIS допуњава постојећа истраживања обухватајући 
захтеве за еУправу – не само коришћење, већ и перцепцију, и препреке 
за коришћење које нису раније обрађене. У ове сврхе спроведена је 
GAP анализа политике потреба за информацијама и расположивих 
индикатора. Пројекат SIBIS користи индикаторе за мерење 
прихватања и усвајања еУправе од стране корисника и успоставља 
нови скуп неопходних индикатора.  
Истраживања су спроведена у области коришћења интернета, 
широкопојасног приступа, еУчења, секторских области, еgovernment-a, 
CRM-a,  безбедности и заштите, итд. Резултати истраживања СИБИС 
су потврдили да је у државе EУ15 и САД, информационо друштво 
тада заиста стигло. Већина европских предузећа су online у извесној 
мери и више од половине одраслог становништва користи интернет. 
Спорији је развој у Грчкој и Португалији посебно, али и Шпанија, 
Италија и Француска су тада заостајале од остатка Европе у многим 
аспектима. Такође дигитални јаз постоји и протеже се кроз 
демографске и социо-економске групе (старији људи, мање 
образовани ..). На већини индикатора информационог друштва, ЕУ 
заостаје за САД.  Што се тиче истраживања у вези еУправе резултати 
су показали да у целини, услуге које не захтевају од корисника да 
открије много личних информација о себи су популарније. 
Прихватањем еУправе баве се и радови [Kumar et al. 2007] и 
[Halaris et al. 2007]. Предмет истраживања у [Kumar et al. 2007] je 
зашто и како грађани користе владине сајтове, и какве су њихове 
опште склоности за прихватање еУправе. Предложен је концептуални 
модел еУправе који корисника поставља као централну тачку у 
 28 
стратегији развоја еУправе. У раду [Halaris et al. 2007] дат је преглед 
главних  компоненти модела који може да се користи за континуирано 
праћење и мерење квалитета јавних електронских сервиса. Са овог 
аспекта разматрана је корелација између: перформанси интерног 
апликативног слоја, слоја техничких перформанси сајта, слоја 
квалитета сајта и укупног задовољства корисника. 
 
2.6.3.2.2. DIEGO пројекат 
еУправа не може да се посматра као процес који се може 
окончати у једном кораку, или имплементирати као један пројекат. 
Природа еУправе је еволутивна а њена еволуција тренутно је усмерена 
на решавање проблема инклузије, што је предмет актуелних 
истраживања у области. Пример је DIEGO (Digital Inclusive e-
Government) пројекат. DIEGO пројекат је део Европског програма ICT 
PSP (ICT Policy Support Programme), који има за циљ подстицање 
ширег прихватања иновативних ИКТ услуга и искоришћавање 
дигиталног садржаја широм Европе од стране грађана, владе и 
предузећа, посебно малих и средњих предузећа.  
 
2.6.3.2.3. Модели прихватања еУправе 
Постоје два научна рада која се посебно баве темом прихватања 
еУправе. У првом раду, [Warkentin et al. 2002] предлаже се 
коцептуални модел који се заснива на поверењу грађана, као 
фундаменталном катализатору за усвајање еУправе. Испитивањем 
online пореских сервиса, који представљају један од најшире 
коришћених online сервиса у различитим државама, аутори предлажу 
бројне начине да се повећа степен поверења које грађани указују овим 
сервисима државних органа. Поверење у институције се сматра за 
кључни фактор успостављања поверења у еУправу. Други 
променљиви фактори утицаја у концептуалном моделу који предлажу 
[Warkentin et al. 2002] су запажени ризик, запажена контрола 
понашања, запажена корисност, и запажена лакоћа коришћења. 
Културолошки фактори, као што су дистанцирање моћи и избегавање 
несигурности, чине преостале променљиве факторе модела.  
Запажени ризик  се дефинише као страх од губитка личних података и 
страх од присмотре на Интернету. Запажени ризик је негативно 
повезан са прихватањем еУправе. Запажена корисност се једноставно 
дефинише као прилагођеност система кориснику и постојање 
услужних функција система, а запажена лакоћа коришћења се 
дефинише као систем који се лако користи, посебно за појединце који 
немају велико искуство у раду са рачунаром.  
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Дистанцирање моћи се дефинише као разлика између најнижег и 
највишег друштвеног слоја. Грађани у државама у којима су те разлике 
израженије ће вероватније морати да спроводе активности које су 
одредили виши друштвени слојеви. Зато је вероватније да ће грађани у 
таквим државама прихватити еУправу боље него у државама у којима 
постоје мање друштвене разлике. Променљиви фактор „избегавање 
несигурности‖ се дефинише као тенденција избегавања ризика. 
Аутори тврде да ће прихватање еУправе за појединце у културама које 
имају виши ниво избегавања несигурности много више  зависити од 
поверења.  
 
Модел који су предложили [Gilbert & Balestrini 2004] комбинује 
приступ заснован на (личном) ставу и приступ заснован на квалитету 
сервиса (услуге). Зависна променљива у овом моделу је спремност да 
се користе сервиси еУправе. Независне променљиве представљају 
запажене препреке и запажене релативне користи. Запажене препреке 
састоје се од поверљивости, лакоће коришћења, сигурности, 
поузданости, визуелног утиска и уживања. Запажене релативне 
користи укључују време, цену, персонализацију, погодност, контролу 
и избегавање личног контакта (интеракције).  
 
Ови  модели су идентификовали и установили специфична мерила  
који утичу на прихватање еУправе. Предложени фактори који утичу на 
прихватање еУправе у овим  моделима, заједно са припадајућим 


















Табела 2.6.3.2.3.Мерила за факторе утицаја (Measures of the constructs) 
Фактор 
утицаја 
Аутор  Мерила (Measures)  
Карактеристике  корисника   
Запажени 
ризик  
   
Pires et al. (2004), 
Ueltschy et al. 
(2004)  
финансијски ризик, ризик учинковитости 
(performance risk), психолошки и друштвени 
ризик, ризик погодности и општи ризик  
Miyazaki and 
Fernandez (2001)  
забринутост за тајност и сигурност система 
Запажена 
контрола  
Wu (2006)  
запажена контрола над:навигацијом web 
презентације, брзином интеракције и 




   
Miyazaki and 
Fernandez (2001)  
трајање (дужина) искуства и учестаност 
коришћења  
Cho ( 2004)  
учестаност коришћења, трајање (дужина) 
искуства, приближно време проведено у току 
недеље и просечно време трајања једне посете 
web презентацији  
Kolsaker et al. 
(2004)  
учестаност коришћења и коришћење шаблона  
Дизајн web презентације      
Запажена 
корисност  
Davis (1989)  
бржи рад, начин обављања посла, пораст 
продуктивности, делотворност  и олакшавање 




Davis (1989)  
лако се научи,омогућава контролу, јасност, 
разумљивост, флексибилност и лако се стичу 





   
Parasuraman et al. 
(1985)  
опипљивост, поузданост, брзина реаговања 
(одговора) и поузданост 
Cronin and Taylor 
(1992)  
очекивање, перформансе и значај 
Dabholkar (1996)  
очекивана : брзина испоруке, лакоћа кориш-
ћења,  поузданост,  задовољство,  контрола, 
претходно искуство; потреба за интеракцијом 
са запосленима у чијој је надлежности сервис и 
очекивани квалитет сервиса  
Sureschander et 
al. (2002)  
језгро сервиса или производ сервиса, људски 
фактор испоруке сервиса, систематичност 
испоруке сервиса, опипљивост сервиса и 
друштвена одговорност  
Прихватање 
еУправе  
   
Gilbert and 
Balestrini (2004)  
Спремност за коришћење  
Carter and 
Bélanger (2005)  
Намера за коришћење  
Задовољство  
Shanker et al. 
(2003)  
задовољство трансакцијом и 




Подаци о доступној литератури показају да је та тема привукла 
значајну пажњу истраживача, али се у литератури та тема обрађује 
првенствено са становишта неке организације. Само мали број радова 
је испитивао како корисници (потрошачи) прихватају Интернет.  
Atkin & Jeffres [1998] су упоређивали појединце који прихватају, и оне 
који не прихватају Интернет у односу на више различитих фактора, 
као што су: друштвени локатори, комуникационе потребе, навике за 
коришћење медија и везе са технологијом. Поставили су хипотезу да 
ће се појединци који прихватају Интернет и они који га не прихватају 
разликовати, демографски посматрано, по томе што ће бити млађи, 
боље образовани и што ће имати веће приходе. Даље, претпостављено 
је да ће појединци који прихватају Интернет бити веће космополите, 
да ће имати веће жеље да задовоље различите комуникационе потребе, 
и да ће се више интересовати за експериментисање са новим 
технологијама.  
Black et al. [2001] су испитивали како потрошачи прихватају 
финансијске сервисе који су доступни преко Интернета. Резултати 
показују да на одлуку потрошача о прихватању Интернета значајно 
утичу запажене особине иновација. Међутим, занимљиво је да је 
установљено да две додатне димензије – друштвени аспекти и осећај 
за фатализам (неминовност) – такође значајно утичу на одлуку 
појединаца о прихватању Интернета. Под друштвеним аспектима овде 
се подразумева губитак посла, недостатак прилика за дружење и развој 
„лењог‖ друштва. Осећај за фатализам је дефинисан као усклађен 
напор финансијских институција да помере потрошаче из 
традиционалних канала и упуте их према високо-технолошким 
каналима. Интернет је схваћен као природан и неизбежан корак у том 
правцу. Док друштвени аспекти могу имати негативан утицај на 
усвајање, осећај за фатализам позитивно утиче на прихватање 
Интернета. 
Прихватање Интернета у Кини су испитивали Zhu & He [2002] уз 
помоћ теоријског оквира, који су предложили сами аутори. 
Установљено је да на прихватање Интернета у процесу дифузије утичу 
три променљиве. Запажање, или запажене (уочене) карактеристике 
Интернета, обухватају компатибилност, лакоћу коришћења, резултате 
који се могу демонстрирати, и слику. Мотивација, или запажена 
потреба за Интернетом, обухвата потребу за новостима, забавом, 
дружењем и добијањем личних информација и информација у вези 
посла.  
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Fornerino [2003] је користио Bass-ов модел дифузије иновација да 
испита прихватање Интернета у Француској. Понашање је сврстано у 
две категорије: иновативно понашање и имитаторско понашање. 
Иноваторско прихватање Интернета је последица утицаја спољњих 
акција на друштвени систем, док је имитаторско под снажним 
утицајем оних који су већ прихватили иновације.  
Lin & Yu [2006] су испитивали како потрошачи прихватају Интернет 
као канал за тражење информација и поручивање. Ови аутори су 
претпоставили да три фактора: запажена корисност, узнемиреност 
(анксиозност) и жеља за играњем директно утичу на став потрошача 
према потрази за информацијама и према наручивању преко 
Интеренета. Тврдили су да потрага за новостима утиче као модератор. 
Запажена корисност и жеља за играњем су се показали као кључни 
фактори који позитивно утичу на прихватање Интернета, док је 
анксиозност показала негативан утицај.   
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3. МЕТОДОЛОГИЈА УВОЂЕЊА 
eУПРАВЕ 
 
У овом поглављу је дат  приказ модела увођења еУправе на 
државном нивоу. Приказана су искуства у земљама у развоју и 
државама ЕУ, а дат је и врло сажет приказ за САД, Канаду и Нови 
Зеланд због високог степена развоја еУправе у тим земљама. Такође је 
дат и сажет приказ стања у земљама окружења, Републици Србији и 
АП Војводини.  
 
3.1. Земље у развоју 
 
У извештајима (E-Government in Аfrica, FINAL REPORT UN) и у 
радовима (Godfred Frempong, Silvana Rubino-Hallman) приказано је 
увођење еУправе у земљама у развоју (Руанда, Етиопија, Маурицијус, 
Гана,  Кина, Шри Ланка, подручје Пацифичких острва, Бразил, 
Индија, Чиле и Малазија).  
У извештају [Kitaw 2006]   се наводи да увођење еУправе на 
афричком континенту има реалне потешкоће јер је 40% одраслог 
становништва  неписмено, пенетрација рачунара је најнижа у свету са 
2,2 рачунара на 100 становника,  Интернет тарифе су највише на свету 
и постоје само 2,7 телефона на 100 становника. Осим тога  политичка 
нестабилност је широко распрострањена и већина влада су 
аутократске и сматрају се  корумпираним,  култура демократије није у 
потпуности прихваћена. На три различита модела Руанди (G2C), 
Етиопији  (G2G) и Маурицијусу (G2B) је описано позитивно увођење 
еУправе у Африци. У Руанди су као G2C уведена 3 сервиса (web 
базиран  е-mail сервис, Online eлектронске форме на интернету (визе за 
туристе) и јавни интернет центри постављени у поштама села и 
градова у руралним срединима за јавни приступ интернету. 
У Етиопији је као пример  G2G сервиса описан пројекат 
изградње широкопојасне земаљске и сателитске инфраструктуре у 
циљу повезивања са најнижим нивоима власти. Сервис омогућава 
испоруку следећих услуга:  видео конференције,  Интернет услуге 
(приступ владиним информацијама и приступ садржају везаном за 
образовање, здравство, пољопривреду и управљање), Voice over IP 
(пренос гласа преко комуникационе инфраструктуре између свих 
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нивоа власти) и електронске поруке (слободан проток е-mail порука 
путем сигурне и организоване ИКТ инфраструктуре. 
У Маурицијусу је као пример G2B модела и сарадње јавног и 
приватног сектора, описан сервис електронског плаћања пореза. За 
велике компаније се користи клијент софтвер за унос свих података 
који се преводе у стандардне ЕДИ поруке, а за мале послодавце web 
апликација. Предности : рад из канцеларије, елиминисање папира, 
повећана ефикасност за предузећа, боља наплата. Посебна пажња је 
посвећена безбедности. 
У Гани [Frempong 2011] је као и у већини Афричких земаља 
постоји либерализација ИКТ сектора и експлозија мобилне телефоне. 
Идентификоване су слабости у стратегији развоја, тржишту и ИКТ 
могућностима.  Рецимо само 0,3% домаћинстава има интернет 
конекцију од куће. Зато је неопходан јак регулаторни режим, уз 
повећање конкурентности на тржишту и убрзање имплементације ИКТ 
како би се олакшао напредак информационог друштва. Приступ 
еУправи је слабо доступан а где постоји доступност, квалитет је 
далеко од жељеног. 
 
У извештају [United Nations 2011]  је дат преглед еУправе у 
земљама у Азији и пацифичком региону у коме се констатује да и 
даље постоји велики јаз у еGovernment-у у земљама у региону и да је 
широкопојасни приступ и даље велики проблем код земаља са 
великом популацијом. 
Рецимо у неким земљама, као Кина и Шри Ланка, неопходно је 
инвестирањe у ИКТ сигурност како  би се бранили од потенцијалних 
безбедносних претњи због великог високотехнолошког криминала. 
У подручју Пацифичких острва, где 9,3 милиона људи живи на 
површини од око 30 милиона квадратних километара, постоји  
огромна различитост у географији, култури, језику, друштвено-
политичкој организацији, ресурсима итд. Утицај природних 
катастрофа је драстичан, па стога, управљање и одговор на катастрофу 
је изазов и обавеза. Зато се  потражња за еУправу базирана услугама 
које се односе на: спровођење закона, гашење пожара, хитне 
медицинске службе, образовање, здравство, транспорт, имиграција, и 
безбедност и реаговање у ванредним ситуацијама. 
У раду [Rubino-Hallman 2002] је дат преглед стања еУправе у 26 
земаља  Латинске  Америке и Карибима.  Углавном је свуда највећа 
пажња поклоњена образовању и здрављу. Плаћање пореза је заживело 
online у Бразилу, Чилеу, Мексику и Еквадору. Анализирано је 884 web 
сајта и огромна већина прегледаних сајтова су пасивни даваоци 
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информација, уз једноставан опис државне институције или агенције,  
мисије, организационе структуре и пружања основних информација 
као што су адреса, број телефона и биографских података државних 
органа. 
У земљама у развоју процес имплементације еУправе се може 
поделити у три фазе. Ове фазе су међусобно независне, и не мора да 
буде једна од фаза комплетирана да би почела друга фаза. То су 
следеће фазе: 
 
1.Коришћење ИКТ да би се проширио приступ  
 информацијама  еУправе 




Најзначајнији изазови за које се очекује да се могу појавити у 
току увођења еУправе су дати у  „Приручнику за еУправу за земље у 
развоју‖ („e-Government Handbook of Developing Countries‖), [InfoDev 
& Center for Democracy and Technology 2002]. То су : развој 
инфраструктуре, закон и јавна политика, дигитални јаз, еПисменост, 
тајност, безбедност, транспарентност, интероперабилност, едукација и 
маркетинг. У наведеном приручнику дате су и препоруке за 
превазилажење ових изазова. 
 
3.2. Земље Eвропске Уније 
 
Развој информационог друштва, односно друштва базираног на знању 
представља политичко определење Европске Уније формулисано у 
Лисабонској агенди [European Council 2000]. На овом пољу 
организоване активности се интензивно одвијају већ више од 15 
година. У основи могуће је идентификовати активности на два нивоа:  
 ниво саме Уније, 
 ниво држава чланица.  
 
На нивоу Еропске Уније активности су везане за дефинисање 
заједничких циљева и принципа [eEurope 2002], [eEurope 2005], 
[European Commission i2010], као и за обезбеђење дела ресурса којим 
се финансијски и стручно подржавају програми развоја 
информационог друштва, посебно у земљама кандидатима за чланство 
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у Европској Унији [European Commission eTen]. Значајни су и 
финансијски и организациони напори које Европска Унија улаже у 
истраживања везана за развој ИКТ кроз различите програме који се 
финансирају из заједничких средстава Уније [European Commission 
FP5], [European Commission FP6], [European Commission FP7]. 
На нивоу земаља чланица такође се посебна пажња посвећује примени 
ИКТ.  Принципи примене ИКТ у земљама чланицама базирани су на 
основним принципима Уније и прилагођени потребама и 
могућностима појединачних земаља. Специфичности земаља чланица 
односе се на следеће аспекте: 
 историју развоја информационог друштва,  
 законски оквир, 
 степен развоја,  
 електронске јавне сервисе,  
 делегирање надлежности  и  
 расположиву инфраструктуру.  
 
У оквиру Програма IDABC (Interoperable Delivery of European 
eGovernment Services to public Administrations, Business and Citizens) 
[European Commission IDABC], у документу „eGovernment in the 
Member States of the European Union‖ [European Commission 2006], дат 
је систематизован преглед података о свим овим аспектима.  
 
3.2.1. Историја развоја информационог друштва 
 
Приказ историје развоја информационог друштва и увођења еУправе 
дат у [Коњовић et al. 2006] даје детаљне податке о: 
 првој активности на развоју информационог друштва, 
 првој стратегији развоја еУправе, 
 последњој ревизији стратегије развоја еУправе, 
 интранет систему органа управе  и 
 првом јавном сервису. 
Анализом података из ове литературе, може се утврдити да су 
најраније активности из домена развоја информационог друштва 
започеле још касних 50-тих година прошлог века (у Великој Британији 
1957. и Данској 1959.), затим половином 70-тих (Француска 1974.). 
Затим следе земље које су прве активности започеле почетком 90-тих 
година, па земље које су почеле средином 90-тих и коначно, земље 
које су своје активности започеле са уласком у 21. век (почетак 2000-
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тих). Нове чланице ЕУ су, по правилу, своје активности започеле 90-
тих, при чему има земаља које су то учиниле почетком декаде и 
земаља које су то учиниле у другој половини декаде. Малта и Пољска 
су своје активности започеле 2000. године. 
Доношење прве стратегије развоја еУправе у земљама ЕУ везано је за 
другу половину 90-тих и 2000-те године, са изузетком Данске (1983) и 
Кипра (1989). При томе, већина земаља је своје активности лоцирала 
временски у другу половину 90-тих година. Нове чланице ЕУ су своје 
прве стратегије развоја еУправе доносиле крајем 90-тих и почетком 
2000-тих. 
Већина земаља извршилa је последњу ревизију развоја еУправе 2005. 
године, док су то Кипар, Холандија и Словачка урадиле 2004., а 
Словенија 2006. године. 
Први електронски јавни сервис је успоставила Данска још 1970. 
године кроз Централни систем за пријаву пореза. У другим земљама 
ЕУ електронски јавни сервиси почињу да функционишу крајем 90-тих 
и, у већини случајева, почетком 2000-тих. Од нових чланица ЕУ први 
електронски јавни сервис Портал пореске службе увела је Естонија 
2000. године.   
 
3.2.2. Законски оквир 
 
У документу [Коњовић et al. 2006] је детаљно описанa законска 
регулатива земаља ЕУ која се односи на област развоја 
информационог друштва. Земље ЕУ, као један од основних принципа 
заједништва, имају хармонизовану законску регулативу у свим 
областима, па и у еУправи. Анализа законске регулативе у земљама 
ЕУ дата у [European Commission 2006], разматра стање које се односи 
на законску регулативу релевантну за еУправу. При томе су законски 
документи класификовани на следеће групе према области на коју се 
односе: еУправа у најужем смислу, слобода информисања, 
заштита/приватност података, еТрговина, еКомуникације,  
еПотпис/еИдентитет, еНабавке, и коришћење/размена информација у 
јавном сектору.  
Уочава се да постоје две групе земаља: земље које имају закон који се 
експлицитно односи на еУправу и земље у којима не постоји посебан 
закон о еУправи. И земље које немају посебан закон имају законски 
регулисану еУправу у оквиру других законских аката. Слобода 
информисања је у највећем броју земаља ЕУ регулисана посебним 
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законом. Заштита/приватност података је у свим земљама ЕУ 
регулисана посебним законом.  
У свим земљама ЕУ постоји законска регулатива о еТрговини. Све 
земље ЕУ имају законску регулативу о комуникацијама и законску 
регулативу која уређује дигитални потпис. Једна од области еУправе 
за коју у земљама ЕУ постоје директиве (2004/17/EC и 2004/18/EC) 
јесте примена електронских средстава у поступцима набавки за 
буџетске кориснике.  
 
3.2.3. Степен развоја 
 
Степен развоја инфромационог друштва земаља ЕУ прати се 
стандардизовано и обухвата следеће показатеље: проценат 
домаћинстава која имају приступ Интернету, проценат предузећа која 
имају приступ Интернету, проценат појединаца који користе Интернет 
бар једном недељном, проценат домаћинстава са широкопојасном 
конекцијом, проценат предузећа са широкопојасном конекцијом, 
проценат појединаца који  су куповали/поручивали online у последња 
три месеца, проценат предузећа која су примила online наруџбеницу у 
току претходне године, проценат појединаца који користе Интернет за 
интеракцију са јавним властима (добијање информације, преузимање 
формулара и враћање попуњених формулара) и проценат предузећа 
која користе Интернет за интеракцију са јавним властима (добијање 
информације, преузимање формулара и враћање попуњених 
формулара). 
Стање степена развоја информационог друштва земаља ЕУ у 2010 
години дато је у референци [European Commission ePractice]. 
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3.2.4. Електронски јавни сервиси  
 
Према акционом плану који је усвојила Европска унија за 
потребе праћења стања развијености развијаних система, сервиси су 
груписани у две главне категорије и неколико појединачних. Две 
основне групе сервиса су: сервиси за грађане и сервиси за фирме. 
 
Јавни сервиси за фирме 
1. Доприноси за запослене 
2. Порези и таксе које се односе на фирме 
3. ПДВ (Порез на додатну вредност) 
4. Регистрација нове фирме 
5. Слање податка на статистичку обраду 
6. Разне дозволе и декларације 
7. Дозволе које се односе на окружење и заштиту животне средине 
8. Јавне набавке 
Јавни сервиси за грађане 
1. Порез на приход (декларација, пријављивање, обрада) 
2. 
Сервиси за запошљавање (пријава, објављивање слободних 
радних места, конурси) 
3. 
Доприноси за социјалну заштиту 
 приходи за незапослене 
 дечији додатак 
 медицински трошкови 
 студентска права 
4. Лични документи (путне исправе, личне карте, возачке дозволе) 
5. Регистрација аутомобила (нових и половних) 
6. Послови везани за издавање грађевинских дозвола 
7. Послови са полицијом (нпр. пријава крађе) 
8. Јавне библиотеке (каталози књига, алати за претраживање) 
9. Матичне књиге (рођење, смрт, венчање),  захтеви и испорука 
10. Упис и учешће у високом образовању  
11. Пријава промене места боравка 
12. Сервиси здравствене заштите 
 
У литератури [European Commission ePractice] је дат детаљан 
приказ свих тела надлежних за наведених 8 сервиса за земље ЕУ. 
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3.2.5. Делегирање надлежности  
 
Организација процеса планирања, имплементације и надзора над 
спровођењем је од пресудног значаја за успешну имплементацију 
еУправе. Земље Европске Уније имају јасно дефинисан систем који 
обухвата аспекте имплементације ИКТ у јавној управи и 
администрацији и њихову дистрибуцију на одговорне институције и 
личности [European Commission ePractice]. У документу [European 
Commission 2006] се даје преглед делегирања одговорности и обавеза. 
Аспекти увођења ИКТ у јавној управи и администрацији обухватају: 
 политику и стратегију, 
 координацију, 
 имплементацију, 
 подршку, и 
 заштиту података. 
У организационој структури постоје три нивоа: 
 ниво централне управе, 
 ниво регионалне управе, и 
 ниво локалне управе. 
У земљама ЕУ сви аспекти увођења ИКТ у јавну управу, изузев 
заштите података,  делегирани су на све организационе нивое. Заштита 
података је на националном нивоу. За заштиту података, надлежност 
на локалном нивоу постоји само у Немачкој  и Летонији. 
 
Национални ниво 
Креирање политике за национални ниво еУправе у земљама ЕУ 
врши се на нивоу централне власти. Одговорност се делегира 
појединцима, постојећим министарствима као додатна надлежност, 
министарствима чија је основна надлежност информационо друштво, 
посебно формираним телима, или се одговорност дели тако што се 
формирају комбинације претходно поменутих форми организовања. 
Уколико се ова одговорност делегира појединцу, то је по правилу  
највиша политичка личност (премијер или председник). Најчешћа 
пракса је да се ова одговорност делегира министарству унутрашњих 
послова, министарству за јавну управу или министарству финансија.  
Креирање  стратегије за национални ниво еУправе делегира се 
истим телима и појединцима којима је делегиран задатак креирања 
политике. 
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Послови координације се додељују министарствима, посебним 
службама и агенцијама на националном нивоу. Честа је пракса у 
последње време да се координација реализује кроз посебно 
дефинисане пројекте – платформе на националном нивоу у којима 
учествују представници свих нивоа управе.   
Послови имплементације односе се на законски и организациони 
ниво, ИКТ инфраструктуру, и управљање ИКТ програмима и 
пројектима. Подршка се на националном нивоу обезбеђује, најчешће, 
кроз посебно формиране институције (владине службе, агенције). 
Честа је пракса да се за развојне послове формирају нове 
организационе јединице или се користе постојеће у оквиру значајних 
универзитета или истраживачких института. 
Послови подршке односе се на имплементацију хардверске, 
комуникационе и софтверске подршке. Подршка се на националном 
нивоу обезбеђује путем ИТ одељења при министарствима, ИТ служби 
на националном нивоу, Минстарства за информационо друштво, 
Минстарства за науку и технолгију, Владине службе за управљање 
информацијама, посебних агенција за развој електронске 
администрације, ИТ компанија чији је оснивач и власник држава. 
 
Регионално локални ниво 
Креирање стратегије. На регионалном и локалном нивоу за 
креирање стратегије су задужени органи локалне власти или се она 
креира на националном новоу уз учешће регионалних/локалних 
власти.  
Послови координације најчешће се реализују кроз посебно 
дефинисане пројекте – платформе које се воде на националном нивоу 
и у којима учествују представници свих нивоа управе. При томе се 
одговорност за координацију на нивоу покрајина и општина делегира 
на одговарајући управни ниво (регионални/локални).  
Послови имплементације. На регионалном/локалном нивоу 
већина земаља ове послове делегира на региналне/локалне органе 
управе и посебно формирана одељења на регионалном/локалном 
нивоу.  
Послови подршке. Подршка се и на регионалном/локалном 
нивоу обезбеђује, најчешће, кроз посебно формиране институције 
(службе, агенције) на регионалном/локалном нивоу. 
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3.2.6. Комуникациона инфраструктура 
 
Политика Европске Уније посебно наглашава потребу за 
инфраструктуром која ће обезбедити управљање знањем као кључним 
ресурсом. Све земље ЕУ имају владин портал а велика већина земаља 
ЕУ има интерактивне и трансакционе сервисе путем портала. 
Инфраструктура за електронску идентификацију, за електронску 
набавку као и инфраструктура за системе за размену знања је у неким 
земљама у потпуности имплементирана а у неким делимично. 
Преглед комуникационе инфраструктуре еУправе у земљама ЕУ 
је дат у литератури [Коњовић 2011]: 
По типу мрежне инфраструктуре доминира приватна 
комуникациона мрежа (у 76% земаља ЕУ) док се јавна мрежа користи 
мање (14%). 
У половини земаља (44%) се користе VPN или неке друге 
сигурносне технологије. 
Основа комуникационе технологије су жичне дигиталне 
технологије (у 68% земаља ЕУ) док се рецимо у Француској и Ирској 
користе услуге интернет провајдера. 
 
3.2.7. Истраживачки пројекти еУправе које финансира ЕУ 
 
Важан део активности везаних за развој еУправе у земљама ЕУ 
спроводи се и кроз истраживачке програме. Почев од програма FP5 
[European Commission FP5] (1998-2002), преко прoграма FP6 [European 
Commission FP6] (2002-2006) и FP7 [European Commission FP7] (2007 -) 
финансиран је велики број истраживачких пројеката из области ИКТ.  
Систематизован преглед истраживања у области еУправе 
спроведених у оквиру програма FP6 (Sixth Framework Programme) дат 
је у студији „Bringing Together and Accelerating eGovernment Research 
in the EU [European Commission 2008].  Основни циљ студије је да 
прикаже могућности и достигнута истраживања еУправе. Документ 
садржи исцрпну анализу карактеристика пројеката, сличности и 
разлика класификованих у следеће опште области: Питања везана за 
кориснике: одговори на потребе, прихватање, креирање вредности; 
Питања софтвера отвореног кода; Интеграција и интероперабилност 
сервиса еУправе, процеси и апликације базирани на web сервисима и 
сервисно оријентисаним архитектурама; Препознавање говора и 
повезане технологије за олакшавање интеркације између грађана и 
администрације; Обухватно моделовање знања и развој онтологија у 
домену управе; ИКТ-подржани парламенти; Системи законске 
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подршке; Приватност и безбедност, укључујући идентификацију, 
аутентикацију и повезана питања; Технолошки и социо-економски 
трендови.   
У оквиру припремних активности за еПартиципацију [European 
Commission eParticipation] (2006-2008) реализовано је више пилот-
пројеката, који су показали како коришћење модерних ИКТ алата 
може људима олакшати партиципацију (учествовање) у доношењу 
одлука и како може допринети бољем законодавству. Те активности је 
иницирао Европски Парламент. Реализација последње групе пројеката 
из овог програма је завршена почетком 2011. године. 
 
Од 2000. године Европска Унија је у оквиру програма eTEN: 
Трансевропски еСервиси [European Commission eTen] финансирала 
пројекте који су подржавали развој иновативних, трансевропских ИКТ 
сервиса за добробит друштвене заједнице. Циљ програма је био да 
убрза увођење и прихватање сервиса, који треба да допринесу 
реализацији одрживог европског модела инклузивног и кохезивног 
друштва. еУправа је представљала једну од шест тема, које је 
обухватао програм eTEN. Програм eTEN је финансирао углавном 
демонстрационе или пилот-пројекте у критичној фази њиховог 
покретања. То је фаза реализације у којој се технологија већ доказала у 
„лабораторијским условима‖, али је било неопходно доказати да 
функционише и у реалном свету, пре него што јавни органи управе 
инвестирају у њену имплементацију.  
 
Програм за подршку спровођења закона и стратегија у области 
информационо - комуникационих технологија (ICT Policy Support 
Programme - ICT PSP) [European Commission ICT PSP]  посебни 
програм Европске Уније и један је од три посебна програма Оквирног 
програма за конкурентност и иновативност (Competitiveness and 
Innovation Framework Programme - CIP), који траје од 2007. до 2013. 
године. 
 
ICT PSP је усмерен на подстицање ефикасног коришћења 
информационо-комуникационих технологија од стране грађана, јавног 
сектора, државне администрације и привредних субјеката. Основни 
циљ Програма је подстицање иновација и конкурентности кроз 





3.3. Земље окружења 
3.3.1. Црна Гора 
 
У мају 2004. године, Црна Гора је усвојила „Стратегију развоја 
информационог друштва – пут у друштво знања‖ [Црна Гора 2004], у 
оквиру које је поглавље под називом „Стратегија Црне Горе за e-
Government‖ посвећено развоју еУправе.  
Црну Гору карактерише веома висока пенетрација мобилне 
телефоније [Internet World Stats 2009] (јануара 2009. године број 
корисника мобилне телефоније је био 1.144.072). Број корисника 
Интернета у Црној Гори је у октобру 2009. године био 41.30%. У 
Црној Гори 47% домаћинстава поседује рачунар.  
2009. године, усвојена је „Стратегија развоја Информационог 
друштва у Црној Гори од 2009. до 2013. године‖ [Црна Гора 2009] која 
детаљно дефинише приоритете развоја еУправе.  
У децембру 2011. године, усвојена је „Стратегија развоја 
Информационог друштва 2012-2016. Црна Гора - дигитално друштво‖ 
[Црна Гора 2011], која у поглављу 4. „ICT за државну управу‖ 
дефинише програм развоја еУправе до 2016. године. 
3.3.2. Хрватска 
 
У раду [Spremić & Brzica 2008] је приказан модел увођења еУправе у 
Хрватској. Електронски јавни сервиси у Хрватској се могу поделити 
на следеће области: еПравда, еПословање, еУправа, еЗдравство и 
еОбразовање.   
еПравда: eKатастар [Hrvatska katastar], еСудска пракса [Hrvatska 
SuPra], еСудски регистар [Hrvatska Sudski registar], еСудство [Sudačka 
mreža].  
еПословање: E-REGOS [E-REGOS], еПДВ [Hrvatska ePDV], еЦарина 
[Hrvatska carina], еРегистар финансијских извештаја [FINA RGFI], 
електронски сервис са подацима о солвентности (бонитету) 
предузимача WEB-BON [FINA Web-bon], еРегистар пловила e-CREW 
[IISP]. 
еУправа: бирачки списак [Hrvatska Popisi birača], регистар личних 
података – матичне књиге [AZOP]. 
еОбразовање: информациони систем високог образовања [Hrvatska 
ISVU], Web портал основног и средњег образовања [Hrvatska Skole.hr], 
електронски сервис за учење на даљину „Никола Тесла‖ [Hrvatska 
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Nikola Tesla] (који омогућава online приступ ECDL и другим 
курсевима). 
2009. године усвојена је Стратегија развоја електронске управе у 
Републици Хрватској за период од 2009. до 2012. године. Централна 
државна канцеларија за еХрватску је надлежна за одржавање постојеће 
и припрему нових верзија документа „Хрватски оквир за 
интероперабилност‖ [European Commission Croatia]. 
    
3.3.3. Босна и Херцеговина 
 
2004. године је усвојен акциони план развоја информационог 
друштва БиХ за период 2004-2010 [BiH 2004].  
На званичној Интернет презентацији Владе Босне и 
Херцеговине, доступна су документа значајна за развој еУправе: 
Програм рада Владе [BiH Vlada 2011], информације о седницама 
Владе (дневни ред, саопштење о раду) [BiH Vlada Sjednice], 
презентација електронског регистра административних поступака [BiH 
Vlada ereg].  
На званичној Интернет презентацији Парламентарне скупштине 
Босне и Херцеговине [Parlamentarna skupština BiH 2011] објављују се 
информације о седницама Парламентарне скупштине (дневни ред, 
документи за разматрање) [Parlamentarna skupština BiH Sjednice], 
информације о одржаним јавним расправама [Parlamentarna skupština 
BiH Javne rasprave], омогућена је претрага закона (у процедури, 
усвојених, повучених, обустављених) [Parlamentarna skupština BiH 
Zakoni] итд. 
UNDP Босна и Херцеговина је један од оснивача Регионалног 
центра за развој еУправљања (CeGD). Овај центар је основан са 
визијом да промовише програме регионалне сарадње у области 
еУправљања (еУправа, еОбразовање, еЦарина, еУправљање јавним 
финансијама). Основна улога Центра је координације регионалних 
програма у области еУправљања свих учесника иницијатива за eSEE и 
bSEE. 
3.3.3.1. Републикa Српскa 
 
Закон о административној служби у управи Републике Српске 
(„Службени гласник Републике Српске‖, број 16/02, 62/02, 38/03, 
42/04, 49/06 и 20/07) примењује се од 1. јануара 2003. године. Од 
новембра 2002. године примењује се нови Закон о министарствима 
(„Службени гласник Републике Српске‖, бр. 70/02, 33/04, 118/05 и 
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33/06), који регулише оснивање министарстава као републичких 
органа управе и републичких управних организација, уређује њихову 
организацију, права и обавезе министара, руководиоца републичких 
управа и управних организација, и утврђује њихов делокруг рада.  
На Интернету је доступан Портал јавне управе Републике 
Српске [еСрпска]. Преко  овог портала је омогућена претрага 
електронског регистра свих институција Републике Српске [еСрпска 
Регистар институција]. На овом порталу, као и на званичној Интернет 
презентацији Владе Републике Српске [Влада Републике Српске], 
објављују се јавни позиви за концесије.  
На званичној Интернет презентацији Владе Републике Српске, 
доступни су следећи јавни електронски сервиси за грађане [Влада 
Републике Српске - Грађани]: друштво, појединац и социјални сектор. 
На званичној Интернет презентацији Владе Републике Српске, 
доступни су следећи јавни електронски сервиси у области пословања 
[Влада Републике Српске - Пословање]: инвестирање, мала и средња 
предузећа и предузетништво, порези, рад и запошљавање, решења и 
дозволе, стандардизација и метрологија. 
 
3.3.4. Македонија  
 
Због величине државе, развој еУправе у Македонији [European 
Commission FYRM] на регионалном и локалном нивоу је у 
надлежности централних државних органа.  Од новембра 2010. године 
за стратегију, политику и развој у области  еУправе на националном 
нивоу надлежно је Министарство за информационо друштво и 
администрацију. Посебном одлуком Владе Македоније основана је 
Комисија за информационе технологије, са циљем да припреми 
стратегију и политику увођења и развоја информационих технологија. 
Од 2004. до марта 2011, имплементација државне политике еУправе је 
реализована у оквиру пројекта eGov [FYRM eGov Project]. који  је 
пружао техничку и финансијску подршку за развој пилот-апликација 
општеприменљивих модела еУправе на националном и локалном 
нивоу.  
2007. године званично је пуштен у рад систем еПорез 
[Македонија УЈП] за фирме.  
2008. године је званично покренута online апликација Exim, 
online систем за увозно / извозне дозволе и квоте. 
2009. године, Министарства за информационо друштво, рад и 
социјалну политику покренула су портал за особе са инвалидитетом 
под називом „Желим, знам, могу‖. 2010. године представници еGov 
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пројекта и Управе за јавне набавке су објавили покретање новог 
система који интегрише Електронски систем за јавне набавке 
[Македонија ЕСЈН] са софтверским решењем за објављивање 
обавештења о додели уговора и објављивање јавних позива.  
2010. године покренут је пројекат „Електронски дневник" у 
основној школи „Коле Неделковски‖ у Скопљу.  
2010. године Министарство за информационо друштво и 
образовање покренуло је web портал еУџбеници [Македонија 
еУчбеници], где се дигитално објављене књиге могу претраживати по 
наслову или аутору. 
2010. године Агенција за катастар непокретности пустила је 
званично у рад еКатастар [Македонија Катастар].  
 
3.4. Стање еУправе у Републици Србији  
 
И поред одређених парцијалних резултата постигнутих у развоју 
еУправе, степен развијености електронских јавних услуга је још увек 
низак у Републици Србији. Поред тога што је укупан степен 
развијености ових услуга испод свих земаља ЕУ, ни једна са листе 20 
приоритетних електронских јавних услуга није достигла ниво потпуне 
доступности [РС Стратегија еУправе 2009]. Потпуна доступност значи 
да поред употребе електронског приступа услузи, није неопходна 
друга формална процедура (лична или папирна).   
У наредним одељцима је приказана историја развоја 
информационог друштва, законски оквир, степен развоја, електронски 
јавни сервиси, делегирање надлежности и расположива 
инфраструктура. 
  
3.4.1. Историја развоја информационог друштва 
 
Србија је већ 1989. године, препознала важност информатичког 
друштва. Регулаторне активности и припремне радње на изградњи 
информационог система државних органа у Србији почеле су у 
октобру 1989. године. Упркос томе, реализација важних пројеката 
почела је тек 1996. године (табела 3.4.1.). 
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Табела 3.4.1. Приказ усвојених и реализованих  пројеката 
Година Усвојени документи Реализовани пројекти 
1989 
Упутство за израду и усвајање 
пројеката информационих 
система државних органа 
- 
1990 
Уредба о обезбеђивању и 









Закон о информационом систему 
Републике Србије 
Пројекат базе података за стандарде 
у области информационих 
технологија 
1997 
Стратегија за даљи развој 
информационе технологије у 
Савезној Републици Југославији 
Пројекат базе података о шифрама 
и класификацијама у државним 
органима 
Пројекат прелазног решења 
заједничке базе података 
информационог система Републике 
Србије 
1998 Закон о заштити личних података 




Пројекат – Општи програмски 
систем за административне послове 
2000 
Правни акт о програму развоја и 
операбилности информационог 
система у Републици Србији 
Пројекат информационог система о 
личном статусу грађана 
2001  
Пројекат – Јединствени регистар 
улица и кућних бројева у 
Републици Србији 
2002 
Потписана је Агенда о развоју 




Поред тог,  донето је више стратешких докумената који се баве 
еУправом и доступни су на сајту http://www.srbija.gov.rs. 
 
3.4.2. Законски оквир  
 
Усвајањем Закона о информационом систему Републике Србије 
(1996.) и других прописа и подзаконских аката, креиран је законски 
оквир за реализацију значајних инфраструктурних пројеката на 
националном нивоу. Прописи од значаја за еУправу у Србији усвојени 
су 2004. и 2005. године, касније него у земљама у окружењу. Ово се 
посебно односи на Закон о електронском потпису, Закон о слободном 
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приступу информацијама од јавног значаја и Закон о регистрацији 
привредних субјеката.  
Србија је у октобру 2002. године, као члан Иницијативе за 
електронску југоисточну Европу потписала споразум „Агенда eSEE - 
за развој информатичког друштва‖.  
У Републици Србији у периоду од 2004 – 2010. године усвојена 
је следећа законска регулатива у области развоја информационог 
друштва и електронског пословања: 
1. Закон о електронском потпису (Сл. Гласник РС, бр. 135/2004) 
2. Одлука о електронском начину обављања платног промета (Сл. 
Гласник РС, бр. 57/2004) 
3. Правилник о евиденцији сертификационих тела (Сл. Гласник РС, 
бр. 48/2005, 82/2005 и 116/2005) 
4. Правилник о ближим условима за издавање квалификованих 
електронских сертификата (Сл. Гласник РС, бр. 26/2008) 
5. Правилник о регистру сертификационих тела за издавање 
квалификованих електронских сертификата у републици Србији 
(Сл. Гласник РС, бр. 26/2008) 
6. Правилник о техничко-технолошким поступцима за формирање 
квалификованог електронског потписа и критеријумима које 
треба да испуне средства за формирање квалификованог 
електронског потписа (Сл. Гласник РС, бр. 26/2008 и 13/2010) 
7. Одлука о електронском потписивању докумената с подацима које 
банке достављају Народној банци Србије (Сл. Гласник РС, бр. 
28/2009 и 47/2009) 
8. Закон о електронској трговини (Сл. Гласник РС, бр. 41/2009) 
9. Закон о електронском документу (Сл. Гласник РС, бр. 51/2009) 
10. Стратегија развоја електронске управе у Републици Србији за 
период од 2009. до 2013. године (Сл. Гласник РС, бр. 83/2009 и 
5/2010) 
11. Правилник о издавању временског жига (Сл. Гласник РС, бр. 
112/2009) 
12. Уредба о електронском канцеларијском пословању органа 
државне управе (Сл. Гласник РС, бр. 40/2010) 
13. Стратегија развоја информационог друштва у Републици Србији 
до 2020.године (Сл. Гласник РС, бр. 51/2010) 
14. Стратегија развоја електронских комуникација у Републици 
Србији од 2010. до 2020. године (Сл. Гласник РС, бр. 68/2010) 
 
Да би се створили услови за динамичнији развој информационог 
друштва и еУправе било би неопходно усвојити нове законе из 
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сродних области, пре свега Закон о еУправи, Закон о еНабавкама, 
Закон о еТрговини, као и друге законе неопходне за нормалан процес 
интеграције у ЕУ. 
 
3.4.3. Степен развоја ИД 
 
Према документу Стратегија развоја електронске управе у 
Републици Србији за период од 2009. до 2013. године [„Сл. гласник 
РС‖, бр. 83/2009 и 5/2010] постојеће стање у овој области 
карактерише:  
1.  недовољно развијена заједничка рачунарско комуникациона 
мрежа;   
2.  неразвијеност  службених  евиденција  у  електронском  
облику;  
3.  незаобилазност папирних докумената у готово сваком 
поступку;  
4.  недовољна  стандардизација  и  координација  развоја  
информационих система у органима власти;  
5.  недостатак компетентних кадрова.  
Такође стање у Републици Србији по секторским областима 
оцењено ја на основу резултата истраживања о примени ИКТ у Србији 
за 2009. годину за сектор еПословања и за остале секторе у врло малој 
мери (у истраживању нема релевантних показатеља). Такође су 
коришћени и додатни извори из којих је било могуће прибавити 




Комуникациона инфраструктура сектора високог образовања 
представља својеврстан феномен у домену развоја информационог 
друштва у Србији и Војводини. Окосница је Академска рачунарска 
мрежа Србије (АМРЕС) која представља комуникациону 
инфраструктуру највишег ранга у Републици Србији, а и у АП 
Војводини. У току 2011. године академска рачунарска мрежа је 
институционализована оснивањем Јавне информационо-
комуникационе установе Академска мрежа Србије – АМРЕС. У току је 
повезивање свих високошколских (и приватних), средњошколских и 
културних институција (библиотеке) на академску рачунарску мрежу. 
Постоји релативно мали број образовних институција које нуде 




Ни подаци о сектору еЗдравства у Србији нису доступни у 
систематизованом облику. На пример, поменуто истраживање о 
коришћењу ИКТ у Србији  садржи само један податак из овог сектора: 
за тражење информација које се односе на здравство, Интернет је 
користило 21,9% испитаника. Још увек не постоји секторска 
комуникациона мрежа здравства. Не постоје јавно доступни 
документи из којих се може стећи јасна слика о стању здравствених 
информационих система у Републици Србији.  
 
3.4.3.3. еПословање и еБанкарство 
Област еПословања у Републици Србији, оцењена је на основу 
резултата истраживања о примени ИКТ у Србији у току 2008. године 
за еТрговину и еПословање у ужем смислу. Подаци за еТрговину 
класификовани су у две групе. У првој групи су показатељи који се 
односе на коришћење сервиса еТрговине од стране физичких лица а у 
другој показатељи еТрговине који се односе на предузећа. У случају 
физичких лица чак 87,4% корисника Интернета никада није користило 
сервис еТрговине. Највећи број корисника сервиса еТрговине путем 
Интернета наручује/купује филмове и музику (28,3%), туристичке 
аранжмане (25,5%)  и рачунарски софтвер (24,8%).  
Током 2008. године 22,4% предузећа која имају Интернет 
прикључак наручивало је производе/услуге путем Интернета а 19,9% 
предузећа је примало наруџбине путем Интернета. У исто време 67% 
предузећа која имају Интернет прикуључак имају и web сајт. Користе 
га на следећи начин: као могућност да се посетиоци упознају са 
производима 66,5%; за приступ производним каталозима и 
ценовницима 65,8% за излагање садржаја на web сајту који је 
прилагођен редовним посетиоцима 41%. 
У исто време у Србији, 17,4% предузећа остварује путем 
еТрговине мање од 1% свог промета. У Србији 27% предузећа 
остварује више од 1% и мање од 5% промета путем електронске 
трговине. 15,7% предузећа остварује путем еТрговине између 5% и 
10% свог промета. Између 10% и 25% промета остварује 12,3% 
предузећа, и коначно више од 25% промета електронски остварује 
27,1% предузећа. 
Показатељи за еПословање у ужем смислу за Србију су следећи. 
У Србији 11,3% предузећа користи апликације за интеграцију 
интерних пословних процеса (ERP системе). При томе, ERP системе У 
Србији користи 49,2% великих предузећа, 21,6% средњих и 7% малих 
предузећа. При томе банке и осигуравајућа друштва највише користе 
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ERP системе (41,9%), а иза њих следе предузећа из области саобраћаја, 
складиштења и везе (15,7%). У Србији 10,1% предузећа користило је 
неки облик апликације за управљање односима са клијентима (CRM). 
И овде су највећи корисници банке (71%), а иза њих следе предузећа 
из области саобраћаја, складиштења и везе (24,8%). 
 
3.4.4. Електронски јавни сервиси 
 
Детаљни подаци у вези електронских јавних сервиса постоје из 
2007. године. У табели 3.4.4.1. је дат преглед стања електронских 
јавних сервиса за привредне субјекте, а у табели 3.4.4.2. преглед стања 
електронских јавних сервиса за грађане, које прописује ЕУ. 
 
Табела 3.4.4.1. Преглед стања јавних сервиса за за привредне субјекте 












50% Могућност преузимања формулара са сајта 
3. ПДВ 50% 
Доступне су информације о наплати ПДВ и 





Могућност преузимања образаца потребних 
за регистрацију предузећа и образаца за 





Могућност преузимања различитих образаца 






Информације о прописима, приручницима и 








На сајту су доступни прописи, упутства и 
извештаји, немогућност преузимања 
образаца 
8. Јавне набавке 75% 
Оглашавање јавних набавки, дефинисање 
критеријума за понуде, прикупљање понуда, 
доношење одлуке о захтевима за додатним 
објашњењима, отварање и рангирање 
приспелих понуда, преговори и мониторинг 
процес до завршетка и статистички 
извештаји. Електронска идентификација 
учесника, учитавање и преузимање 
електронске документације и извештаја, 
достављање питања и одговори на питања,  
објављивање коначних резултата, итд 
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Табела 3.4.4.2. Преглед стања јавних сервиса за грађане 




1. Порез на доходак 50% 
Прописи, смернице и електронски 
формулари су доступни за преузимање 
2. Тражење посла 75% 
Постоји могућност тражења посла и 
подношење захтева за упис у базу 









Постоји online доступна информација о 





На сајтовима локалних власти се налазе 






Оnline информације о накнади 
трошкова лечења 
г) Стипендије 25% 
Информације о студентским 
стипендијама 
4. Лична документа   
а) Пасоши 33% 
Информације о потребним 





Информације о потребним 





Информације о потребним 





Информације о прописима, 





Постоји online информација о давању 
изјаве полицији 
 
8. Јавне библиотеке 75% 
У виртуелној библиотечкој мрежи 
Србије могуће је добити информације о 
приручницима, каталозима, 
читаоницама, позајмљивању књига, 
цитата, итд. Резервација је могућа само 
у пар библиотека 
9. Изводи 66% 
Могућност преузимања образаца за 
покретање не-електронског поступка, у 






На сајтовима неких факултета се могу 
добити информације о условима уписа 





Информације о потребним 
документима и таксама 
12. 




На сајту неких здравствених 




За имплементацију обе категорије електронских сервиса, а 
посебно за сервисе намењене грађанима, од изузетног значаја је 
инфраструктура за еИдентификацију. Закон о електронском потпису, 
као први предуслов за еИдентификацију усвојен је крајем 2004. 
године. Након тога, током 2005. године усвојен је скуп подзаконских 
аката, којима се регулише област рада сертификационих тела за 
издавање дигиталних потписа. У оквиру Министарства унутрашњих 
послова завршен је пројекат електронске личне карте (eCard) и 
електронског пасоша (ePassport). Законом о личној карти (2006.), 
грађанима је дозвољено да бирају између стандардних и електронских 
личних карата. Главна препрека за ефикаснији развој инфрастуктуре за 
еИдентификацију је био недостатак неопходних подзаконских аката 
Закона о електронском потпису. 
Један од јавних сервиса из групе сервиса за привредне субјекте 
коме ЕУ придаје посебан значај је електронска јавна набавка. Пројекат 
еНабавке је у Србији одобрен и требало је да се покрене током 2007. 
године. Очекивања која је софтверски систем еНабавке требао да 
задовољи су: 
 повећање ефикасности и транспарентности у процесу јавних 
набавки 
 смањење корупције у владиним институцијама 
 нижи трошкови и скраћено време процеса јавних набавки са 
бољом конкурентношћу 
До сада у Србији није реализован овај сервис. У Србији је главна 
препрека за примену електронске јавне набавке правне природе, 
односно потребно је прилагодити Закон о јавним набавкама (усвојен 
2002. године са изменама у 2004. години). 
Централни портал сервиса еУправе реализован је почетком 2007. 
године. Портал је креиран са циљем да се створи јединствена 
приступна тачка за коришћење услуга постојеће и будуће електронске 
управе и да се према европским стандардима реализује двадесет 
основних сервиса за грађане и привредне субјекте. Централни портал 
је доступан на српском и енглеском језику, а у току реализације 
водило се рачуна да има једноставан приступ и да буде „user friendly‖. 
Сервиси су подељени у неколико области:  
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Животне области (грађани): породица, образовање, здравље 
документа, саобраћај, рад, становање и животна средина, финансије, 
пословање, јавни ред и мир, спорт и омладина, особе са 
инвалидитетом и катастар.  
Животне области (привреда): пословање, јавне набавке, животна 
средина и просторно планирање, финансије, увоз/извоз, образовање, 
саобраћај, статистика, здравље, спорт и омладина и катастар.  
Посебна погодност електронских образаца на Порталу јесте 
могућност аутоматског преузимања података из корисничког профила.  
Квалификовани електронски потпис обезбеђује аутентичност, 
интегритет и непорецивост електронског документа. Електронско 
потписивање могуће је искључиво коришћењем квалификованог 
електронског сертификата издатог од стране сертификационих тела 
регистрованих код Управе за Дигиталну агенду.  
На страни Јавне расправе, сви заинтересовани могу слати 
коментаре, сугестије и прилагати докуменате у вези са предметом 
јавних расправа. 
Орган државне управе који покрене јавну расправу, задржава 
право да не објави у целини или делимично коментаре који нису у 
вези са предметом јавне расправе. 
На страни Форум Портала еУправа, корисници могу узети 
учешће у дискусијама форума Портала еУправа. Плаћање на порталу 
еУправа омогућено је путем опште уплатнице и ДИНА картицом. У 
првом случају постоји могућност да се одштампа уплатница и уплата 
изврши у било којој банци или пошти, док се плаћање ДИНА 
картицом врши преко Internet payment gateway-a. Плаћање ДИНА 
картицом је за сада једини начин директног плаћања услуга и за 
безбедност је задужена Народна Банка Србије.  
На порталу је своје сервисе поставило укупно 102 државна 
органа : 8 агенција, 2 завода, 5 управа, 18 градских управа (од тога 5 из 
АП Војводине), 10 Министарстава, 43 општинске управе (од тога 21 из 
АПВ), 11 привредних судова (од тога 3 из АПВ) и 5 осталих 
(библиотека, фонд, институт,  пореска управа и повереник). Укупно је 
постављено  153 сервиса. 




Национална стратегија реформе правосуђа у Србији усвојена је у 
априлу 2006. године. Правосудни информациони систем Србије 
укључује 7 информационих система: ИС Министарства правде [РС 
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Министарство правде], судова опште надлежности, трговинских 
судова, прекршајних судова, управних судова, јавних тужилаштава и 
затвора. 
Завршене активности и пројекти: Примена CMS (Case 
Management System) у Првом јавном тужилаштву у Београду, 
Општинском суду у Зајечару и Окружном јавном тужилаштву у 
Београду, „Подршка реформи правосуђа у Србији‖, јачање 
административних активности привредног суда, доступност 
информација о трговинским судовима, укључујући судске статистике 
и податке о стечајевима, „Модернизација судске управе применом 
CMS-a‖, „База правних прописа и судске праксе‖, „Правна мрежа – 
форензички научници и преводиоци‖, инсталиран софтвер за 
подношење жалбе Сектору за судски надзор. 
У оквиру модернизације, у периоду између 2007. и 2011. године 
планирано је праћење судова и ефикасности судија, приступ бази 
података правних прописа и судске праксе, ефикаснији начин за 
прикупљање статистичких података и интеракција са јавношћу. 
Усвојени су планови пројеката „еПравда‖, „Унапређење казненог 
система и прекршајних судова у Републици Србији‖, „ИТ 
модернизација судске институције‖, „Информациони систем затвора и 
судске управе‖. 
Успостављен је портал судова Србије [РС Портал судова] који 
осим општих информација о организацији судског система и 
надлежностима за све судове и сервиса претраге предмета по више 
критеријума нуди и информације о распореду суђења и судску 
статистику. Такође, успостављен је регистар извршних дужника 
привредних судова и регистар извршних дужника судова опште 
надлежности. 
У Републици Србији је реализован пројекат „Ток предмета на 
порталу судова Србије‖, у вези са аутоматизованим вођењем предмета 
у раду основних, виших и привредних судова у Републици Србији. 
Портал судова омогућио је општој јавности да прати све активности у 
предметима привредних судова, као и у предметима у надлежности 
основних и виших судова. 
Реализован је Портал привредних судова који пре свега има за 
циљ да представи организацију, надлежност и рад Привредног 
апелационог суда, као јединог другостепеног суда у Републици Србији 
у специјализованој области права. Сајт Привредног апелационог суда 
је тако конципиран, да би требало да омогући грађанима увид у рад 
суда, поштујући пре свега законске одредбе у вези са приступом 
информацијама од јавног значаја. Такође, сви заинтересовани грађани 
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имају прилике да се информишу о актуелној судској пракси, 
утврђеним закључцима и ставовима у области привредног права. 
Успостављен је Портал високог савета судства који обезбеђује 
опште информације о овом органу, о његовој надлежности, затим ту се 
налазе и дневни редови са седница, извештаји о раду, контакти и 
линкови ка сродним сајтовима. 
Успостављен је регистар судских вештака коме се приступа са 
сајта Министарства правде. Могуће је извршити претрагу судских 
вештака филтрирањем по неколико критеријума. 
„Најбоља пракса правосудне управе‖ је апликација 
Министарства правде, која служи за увид у примере најбоље праксе 
правосудне управе окружних и општинских судова у Републици 
Србији и има информативну и корективну улогу. 
Постоји web страница са подацима о броју запослених и 
ангажованих лица у Министарству правде и Дирекцији за управљање 
одузетом имовином. 
Тренутно је у припреми Атлас правосуђа, где се могу пронаћи 




Управа за трезор [РС Трезор] која је саставни део Министарства 
финансија, основана је 01.августа 2005. Обезбеђује транспарентну 
буџетску политику и побољшава ефикасност у располагању новцем 
пореских обвезника. 
На web-сајту Управе за трезор објављени су сви прописи и 
закони [РС Трезор Закони] који регулишу област јавних финансија, 
као и:  
 информације за инвеститоре [РС Трезор Инвеститори], 
 информације о секундарном трговању државним записима [РС 
Трезор Секундарно трговање], 
 јавни позиви за куповину државних хартија од вредности [РС 
Трезор Jaвни позиви] 
 аукцијска платформа – преглед овлашћених учесника [РС Трезор 
Овлашћени учесници], 
 распоред (календар) аукција државних хартија од вредности [РС 
Трезор Распоред аукција], 
 извештаји са аукција [РС Трезор Извештаји са аукција], 
 неопходна документација, упутства и формулари за учешће на 
аукцијама и трговање државним хартијама од вредности (Образац за 
повезивање, Техничко упутство v1VPN, Упутство за издавање 
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СМАРТ картице, Упутство за проверу рока важења корисничког 
сертификата, Захтев за издавање СМАРТ картице, Захтев за опозив 
СМАРТ картице). 
На web-сајту Управе за трезор објављени су формулари, 
информације и упутства за коришћење ФМИС - Система за управљање 
јавним финансијама [РС Трезор ФМИС]. 
Интегрисани систем платног промета (ИСПП) је пројекат 
Управе за трезор који корисницима буџетских средстава Републике 
Србије омогућава следеће електронске сервисе: 
1.Електронско слање налога 
2.Увид у тренутно стање рачуна и у промене на рачуну 
3.Електронско преузимање извода у форми за штампу и у форми 
за књижење. 
На web-сајту Управе за трезор објављени су формулари, 
информације и упутства за коришћење Интегрисаног система платног 
промета [РС Трезор ИСПП]. 
Управа за трезор води електронски Регистар пољопривредних 
газдинстава. На сајту Управе за трезор објављене су информације о 
поступку уписа у Регистар пољопривредних газдинстава [РС Трезор 
РПГ]. Упис у овај Регистар је први корак у остваривању права на 
подстицаје из буџета Републике Србије. 
На сајту су доступне информације о прописима и процедурама 
за регулисање неуплаћених доприноса за пензијско и инвалидско 
осигурање за поједине правне субјекте [РС Трезор Повезивање стажа]. 
Управа за трезор обезбеђује јавни електронски сервис Регистар 
запослених [РС Трезор Регистар запослених], као и преузимање свих 
неопходних докумената и упутстава за коришћење овог сервиса на 
свом web-сајту. 
Такође је омогућено преузимање неопходних образаца и 
упутстава за локалне трезоре који користе апликацију Управе за 
трезор [РС Трезор Локални трезори].  
 
б) еПорези 
Пореска управа обезбеђује Електронски сервис за подношење 
пореских пријава за порез на додату вредност (ПП ПДВ), који је 
доступан на Интернет адреси: https://eporezi.poreskauprava.gov.rs/. 
Подношење ПДВ пријаве преко портала Пореске управе представља 
једну од могућности и не искључује друге варијанте (нпр. постојећи 
начин подношења преко портала ПКС-а). 
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Пореска управа на свом web-сајту [РС Пореска управа] 
омогућава преузимање образаца за регистрацију пореских обвезника 
за електронско пословање. 
Након приступа овом електронском сервису путем електронских 
сертификата, порески обвезници могу најпре погледати детаљно 
корисничко упутство, а након подношења могу видети обавештење о 
евиденционом броју поднете пореске пријаве (које могу одштампати), 
као и статус пореске пријаве.  
У пилот (почетној)  фази,  Пореска управа је ограничила број 
корисника поменутог електронског сервиса због неочекивано великог 
интересовања, односно великог броја регистрованих пореских 
обвезника за електронско пословање.  
У овој фази велики порески обвезници још увек не могу путем 
електронских сертификата на овакав начин комуницирати са 
Пореском управом из разлога што је овим електронским сервисом 
обухваћен само процес подношења ПДВ пријава.  
Пореска управа води електронски Централни регистар пореских 
обвезника. Целокупно пословање великих пореских обвезника са 
Пореском управом се ослања на „стари начин комуникације‖ преко  
https://www.poreskauprava.gov.rs/PUOnline/.   
На сајту пореске Управе могу се у вези ПДВ преузети: 
 Опште информације о ПДВ  
 Закони  
 Подзаконска акта  
 Обрасци  
 Списак добара са стопом опорезивања  
 Регистар евидентираних ПДВ обвезника   
 Питања и одговори о ПДВ-у  
 Мишљења Министарства финансија  
 Упутствa за примену ПДВ   
 
Такође су на сајту Пореске управе доступни: 
 порески прописи (закони, уредбе, правилници и упутства) 
 статистички подаци (индекс потрошачких цена, подаци о 
просечној заради, курсна листа) 
 порески календар (са подацима о врстама јавних прихода и 
роковима за подношење пореске пријаве и плаћање) 
 преузимање образаца за пријаву пореза 
 сервиси:  
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o Израчунавање контролног броја за уплату јавних прихода 
[РС МФ ПУ Број]  
o Питања и одговори [РС МФ ПУ FAQ] на често постављана 
питања о акцизама, доприносима за обавезно социјално 
осигурање, порезима на имовину, порезима на употребу, 
држање и ношење добара, порезу на добит правних лица,  
порезу на додату вредност, порезу на доходак грађана, 
пореском поступку и пореској администрацији, фискалним 
касама  
o Објашњења прописа [РС МФ ПУ Објашњења прописа] 
o Корисничка упутства [РС МФ ПУ Корисничка упутства] 
(Корисничко упутство за подношење пореских пријава за 
имовину грађана и имовину пореских обвезника којима она 
служи за обављање делатности, Корисничко упутство за 
порез на добит предузећа) 
 Информатор о раду пореске управе [РС МФ ПУ Информатор] 
 Публикације, саопштења и др. 
 Порез на приход и порез на имовину грађана. У циљу ефикасне 
електронске комуникације, Пореска управа нуди пореским 
обвезницима могућност преузимања корисничког упутства за 
коришћење сервиса за електронско подношење пореских 
пријава преко портала еПорези [РС Пореска управа].Такође се 
могу преузети примери попуњених образаца ПППДВ пријава и 
пример попуњене ПППДВ пријаве у облику XML фајла као и 
шему за улазни формат XML фајла. 
в) еЦарина 
Информациони систем српске царине је успостављен 1974. 
године, али у садашњем облику ради од 1995. године. Информациони 
систем Управе царина Србије је комплексан и интегрисан систем и 
подржава све основне царинске поступке. Информациони систем 
Управе царина Србије састоји се од неколико подсистема који су 
подељени у приближно 100 модула и користе око 2500 апликација. 
Усвојена је стратегија развоја информационог система Управе 
царина. Стратегија развоја састоји се од неколико делова везаних за: 
ИТ инфраструктуру, имплемантацију нових функционалности, 
надоградњу постојећег информационог система новим технологијама 
базираних на отвореним платформама, имплементацију система ЕУ, 
имплементацију система подршке и јединствени електронски портал, 
као кључни циљ у функционалности информационог система Управе 
царина. 
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Тренутно постоје 2 јавна сервиса : 
Електронско подношење царинских декларација 
Царинским законом је предвиђена могућност употребе 
информационих технологија и комуникације са Управом царина 
електронским путем, као и подношење царинске декларације 
електронском разменом података. Захтеве за одобрење електронског 
подношења докумената Управа царина прима од 07.07.2005. године. 
При подношењу захтева неопходно је приложити доказ о уплати 
административне таксе. У складу са плановима развоја 
информационог система Управа царина ће до краја године обезбедити 
техничке предуслове да се у електронско подношење докумената могу 
укључити сви учесници у царинском поступку.Корисници имају 
могућност коришћења апликације ElSub за израду и електронско 
подношење царинских докумената.   
Провера стања банкарских гаранција  
Управа царина Републике Србије од 05.06.2009.године пружа 
услугу која омогућава проверу стања конкретне банкарске гаранције 
путем СМС-а, као и путем говорног аутомата.Сваки корисник ће моћи 
да проверава стање само својих банкарских гаранција, при чему треба 
имати у виду да се ради о подацима који се ажурирају више пута 
дневно. 
Иако постоји доста активности у јавним финансијама у области 
ИТ, ниво софистицираности њихових online сервиса је врло низак у 
односу на просечне вредности у земљама ЕУ. 
 
3.4.4.3. Привредни регистри 
У циљу реформе државне управе, у мају 2004. године усвојен је 
закон о регистрацији привредних субјеката, као један од важних 
реформских закона. На основу овог закона формирана је Агенција за 
привредне регистре Србије [АПР]. 
Пројекат Реформа привредних субјеката (2004.) у сарадњи са 
Светском банком је био „кључ у руке‖ ИКТ пројекат, тј. испорука 
комплетног решења за Агенцију за привредне регистре, укључујући 
хардвер, софтвер и све потребне сервисе. Савремени информациони 
систем Агенције за привредне регистре омогућава: доступност 
подацима преко јединствене, централизоване базе података за сваки од 
регистара, једноставнији и бржи процес регистрације, смањење 
трошкова пословања, усклађеност са ЕУ стандардима и директивама, 
едукацију корисника и електронску размену података са јавним и 
приватним сектором. 
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АПР је предузетницима од 12. маја 2008. године, омогућио 
подношење регистрационе пријаве оснивања електронским путем. 
Такође је корисницима омогућена услуга провере статуса предмета 
преко SMS сервиса. 
Привредна комора Србије [PKS] омогућава електронски сервис 
пријаве ПДВ-а уз дигитални сертификат. 
3.4.5. Делегирање надлежности за еУправу у Србији 
За еУправу у Србији су до почетка 2011-те године, били 
надлежни Министарство за телекомуникације и информатичко 
друштво, Републички завод за информатику и Интернет и Управа за 
заједничке послове републичких органа. Надлежности наведених су 
следећа: 
1. Министарство за телекомуникације и информатичко друштво 
 стварање политике и стратегије за изградњу информационог 
друштва 
 примена закона и других правних аката 
 примена информационе технологије и Интернета 
 пружање информационих услуга 
 
2. Републички завод за информатику и Интернет 
 унапређење, развој и функционисање информационих система 
државних институција и локалних самоуправа 
 заштита података 
 развој и прилагођавање стандарда за увођење информационих 
технологија у органе државне управе 
 остали задаци регулисани законом 
 
 
3. Управа за заједничке послове републичких органа 
 креирање и реализација пројеката за аутоматизацију 
административних и других послова, који се обављају у 
државним установама 
 пројектовање и организовање документационих и других база 
података за потребе владе 
 остали послови из области информационих технологија. 
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Приметан је недостатак јединствене институције, која би 
требала да има сва потребна овлашћења за контролу развоја 
информационог друштва и еУправе. Реконструкција Владе Србије 
обављена је 14. марта 2011. године. Тада је укинуто  Министарство за 
телекомуникације и информатичко друштво и надлежности је 
преузело Министарство културе, информисања и информационог 
друштва. Републички завод за информатику и Интернет је укинут. 
У Закону о утврђивању надлежности Аутономне Покрајине 
Војводине [Закон о надлежностима], се ни у једном члану не спомиње 
еУправа ни информационо комуникационе технологије, осим што се у 
поглављу 16 – Наука и технолошки развој (члан 64.) наводи да „АПВ 
преко својих органа, доноси стратегију технолошког развоја АПВ у 
складу са стратегијом технолошког развоја Републике Србије‖. 
3.4.6. Комуникациона  инфраструктура за еУправу 
У документу [МТИД 2009] је детаљно описана тренутно 
расположива телекомуникациона инфраструктура на територији 
Републике Србије. Доминантна је телекомуникациона инфраструктура 
Телекома Србије док  се велики оптички систем преноса (OPGW) 
Електромреже Србије користи за интерне потребе власника. 
Академска научноистраживачка и образовна мрежа (АМРЕС) се 
састоји од око  2300 км оптичких влакана, која повезује 150 
научноистраживачких и образовних институција и 100.000 активних 
корисника на територији целе државе. Оптичка инфраструктура је 
изнајмљена од националног телекомуникационог провајдера Телеком 
Србија а.д. Међу чланицама АМРЕС-а је већина државних факултета у 
Републици Србији, највећи број научних института, Српска Академија 
Наука и Уметности, Народна библиотека Србије, Матица Српска и 
одређени број локалних библиотека, музеја, основних и средњих 
школа. Корисници АМРЕС-а на располагању имају, поред бесплатног 
приступа Интернету и електронској пошти, приступ великом броју 
научноистраживачких сервиса, као што су KoBSON, који обезбеђује 
приступ до 35.000 иностраних научних часописа и електронских 
књига, Дигиталне народне библиотеке и SEEGRID регионалној мрежи 
супер-рачунара. У питању је гигабитна рачунарска мрежа, чија је 




Слика 3.4.6. Академска мрежа Србије [AMRES] 
 
Пројектом еСрбија предвиђено је да се изгради јединствена 
рачунарска мрежа свих државних институција и институција од 
посебног значаја у Србији али ова мрежа још није реализована. 
 
3.4.7. Стратешки документи 
 
Од набројаних стратешких докумената у поглављу 3.4.1., у овом 
одељку су укратко описани само најважнији стратешки документи: 
 Стратегија реформе државне управе у Републици Србији 
(2004) [Влада РС 2004] 
 Национална стратегија за приступање СЦГ Европкој унији 
(2005) [Влада РС 2005] 
 Стратегија развоја информационог друштва у Републици 
Србији (2006) [Влада РС 2006] 
 Национална стратегија одрживог развоја (2008) [Влада РС 
2008] 
 Стратегија развоја широкопојасног приступа у Републици 
Србији до 2012. године (2009) [Влада РС 2009а] 
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 Стратегија развоја информационог друштва у Републици 
Србији до 2020. године (2010) [Влада РС 2010] 
 Стратегија развоја електронске управе у Републици Србији за 
период од 2009. до 2013. године (2009) [Влада РС 2009] 
 
1. Стратегија реформе државне управе у Републици Србији (2004) 
[Влада РС 2004] 
Основни правци развоја еУправе у Републици Србији 
дефинисани су документом „Стратегија реформе државне 
управе у Републици Србији‖, који је у новембру 2004. г. 
усвојила Влада Републике Србије са циљем техничко-
технолошког осавремењивања рада државне управе, применом 
достигнућа савремених информационо-комуникационих 
технологија. Овим стратешким документом као један од 
основних принципа реформе, утврђен је принцип 
модернизације. 
 
2. Национална стратегија за приступање СЦГ Европкој унији (2005) 
[Влада РС 2005] 
Као стратешки правци развоја и примарни задаци у 
области ИКТ наведно је, између осталог, ―увођење 
информационих и комуникационих технологија у државну 
управу ради унапређења пословања са становништвом, 
рационалности у потрошњи јавних средстава, ефикасности у 
пружању јавних услуга и јавности у раду‖. Овим електронска 
управа добија зачајно место као стратешко опредељење које је 
у функцији европских интеграција. 
 
3. Стратегија развоја информационог друштва у Републици Србији 
(2006) [Влада РС 2006] 
Стратегијом развоја информационог друштва у 
Републици Србији, коју је октобра 2006. године усвојила Влада 
Републике Србије, потврђен је државни интерес да се у свим 
развојним стратегијама посебна пажња посвети 
информационим и комуникационим технологијама због 
великих могућности и утицаја на националне привреде и 
глобалну конкурентност, а реформа и модернизација државне 
управе, заснована на широкој употреби ИКТ (еУправа), 
одређена је као један од кључних елемената свеукупне 
транзиције Републике Србије у модерно информационо 
друштво.  
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У овој Стратегији постављени су приоритети и циљеви за 
развој информационог друштва, дефинисани неопходни 
институционални и правни оквири и предложена је стратегија 
за успостављање ефикасне националне комуникационе и 
информационе инфраструктуре. Поред специјалног 
наглашавања потребе за развојем еУправе, у Стратегији су 
изложени и неопходни кораци и циљеви које треба предузети у 
областима еОбразовања, еЗдравља, еПословања и еБанкарства. 
На крају Стратегије дат је и Акциони план са дефинисаним 
циљевима, неопходним активностима, као и роковима за 
њихово испуњење.  
 
4. Национална стратегија одрживог развоја (2008) [Влада РС 2008] 
Овај документ промовише активно коришћење ИКТ у 
области електронске управе, коришћење образованих ресурса у 
електронској форми и приступ различитим базама података 
које су корисне за поједине категорије и циљне групе. 
Документ наглашава потребу да се обезбеди национална 
политика за изградњу националне информационе 
инфраструктуре која ће одговарати потребама привреде, 
грађана и успостављања еУправе. Такође идентификује 
основне циљеве и задатке у развоју ИКТ у Републици Србији 
који, између осталог  обухватају унапређење комуникационе 
инфраструктуре, повећање коришћења Интернета, увођење 
електронске управе и подстицање развоја електронског 
пословања у свим областима,  подстицање развоја јавних 
сервиса намењених грађанима и привреди, развој законског 
оквира, успостављање електронског система јавних набавки, 
заштита интелектуалне својине. 
 
5. Стратегија развоја широкопојасног приступа у Републици Србији до 
2012. године (2009) [Влада РС 2009а] 
Широкопојасни приступ представља значајну карику у 
развоју руралних и удаљених области, као и у развоју 
индустријских зона и повезивању привредних региона једне 
земље. Примена нових приступних технологија побољшава 
квалитет живота и то поједностављењем комуникације, 
лакшим и бржим приступом информацијама, приступом новим 
видовима забаве и унапређивањем културног живота. Ова 
Стратегија ставља акценат и на инфраструктурне промене 
последњег километра до крајњег корисника, како би се 
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корисницима (резиденцијалним и малим и средњим 
предузећима) обезбедио широкопојасни приступ. 
Коментар: рок за 11 од 18 активности предвиђених 
акционим планом је била 2009 година. 
Аутору нису били доступни документи из којих би било 
могуће оценити имплементацију ових Стратегија. 
 
7. Стратегија развоја електронске управе у Републици Србији за 
период од 2009. до 2013. године (2009) [Влада РС 2009] 
У овом стратешком документу се дефинишу основни 
циљеви, начела и приоритети унапређења стања у области 
еУправе и утврђују активности које треба предузети у периоду 
до 2013. године. 
Стратегијом развоја информационог друштва у 
Републици Србији утврђено је 20 приоритетних електронских 
јавних услуга, 12 за грађане и осам за привреду (усвојени 
стандардни сервиси ЕУ). На основу извршене анализе 
установљено је да је степен развијености електронских јавних 
услуга низак. Укупан степен развијености ових услуга је испод 
нивоа у земљама ЕУ и ниједна са листе приоритетних 
електронских јавних услуга није достигла ниво потпуне 
доступности. Потпуна доступност значи да, поред употребе 
електронског приступа услузи, није неопходна друга формална 
процедура (лична или папирна комуникација) да би се 
остварила јавна услуга, као и да је таква услуга доступна 
свима. 
Постојеће стање у овој области карактерише: 
 недовољно развијена заједничка рачунарско-
комуникациона мрежа; 
 неразвијеност службених евиденција у електронском 
облику, 
 незаобилазност папирних докумената у готово сваком 
поступку; 
 недовољна стандардизација и координација развоја 
информационих система у органима власти; 
 недостатак компетентних кадрова. 
Овај стратешки докуменат је поставио следеће опште 
циљеве: 
 високо задовољство корисника јавним услугама; 
 сви грађани имају користи од еУправе; 
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 смањење терета администрације за привредне субјекте и 
за грађане; 
 повећање ефикасности јавне управе употребом ИКТ; 
 прекогранична интероперабилност, посебно са земљама 
ЕУ; 
 позитиван утицај на слободу кретања људи, роба, 
капитала и услуга; 
 увећање транспарентности и одговорности кроз 
иновативну употребу ИКТ; 
 јачање партиципације грађана у демократском 
одлучивању; 
 заштита приватности и безбедност. 
Стратегија утврђује приоритете развоја еУправе : 
комуникациона инфраструктура, рачунарски центри, електронски 
идентитет, електронске службене евиденције, интероперабилност, 
безбедност, модернизација процеса, успоствљање електронских јавних 
услуга и развој кадровских потенцијала.  
Но стратегија се није бавила локалним самоуправама и 
покрајинским органима као ни делегирањем надлежности. 
 
6. Стратегија развоја информационог друштва у Републици Србији 
до 2020. године (2010) [Влада РС 2010] 
Стратегија развоја информационог друштва у Републици 
Србији до 2020. године усвојена је у јулу 2010. године. Овај 
докуменат садржи анализу постојећег правног и 
институционог оквира, као и показатеља развијености 
информационог друштва у Републици Србији. У документу 
није разматрана реализација претходне Стратегије из 2006. 
године. 
Овај стратешки докуменат одређује као приоритет развој 
у следећим областима: 
1) Електронске комуникације (Отворени широкопојасни 
приступ, дигитално емитовање РТВ програма и 
дигитална дивиденда, комуникациона инфраструктура 
јавног сектора). 
2) еУправа, еЗдравство и еПравосуђе (електронски 
идентитет у услугама јавног сектора, примена ИКТ у 
органима управе и имаоцима јавних овлашћења, 
примена ИКТ у систему здравствене заштите и примена 
ИКТ у правосуђу) 
 69 
3) ИКТ у образовању, науци и култури (академска 
рачунарска мрежа, ИКТ у образовању, истраживања и 
иновације у области ИКТ и дигитални садржаји) 
4) Електронска трговина (уклањање нормативних и 
тржишних препрека за развој еТрговине, електронски 
рачуни и електронско плаћање, подстицање развоја 
еТрговине, заштита потрошача у еТрговини и 
координација развоја еТрговине) 
5) Пословни сектор ИКТ (развој људских ресурса, развој 
start и иновативних компанија, извоз и прекогранични 
outsourcing и заштита интелектуалне својине софтвера и 
дигиталних садржаја) 
6) Информациона безбедност (унапређење правног и 
институционог оквира за информатичку безбедност, 
заштита критичне инфраструктуре, борба против 
високотехнолошког криминала и научно-истраживачки 
и развојни рад у области информационе безбедности). 
 
Стратегија не садржи акциони план нити делегирање 
надлежности. 
 
3.5. Стање еУправе у АП Војводини 
 
Аутономна Покрајина Војводина (АПВ) представља облик 
територијалне аутономије у Републици Србији. Захвата северни део 
Србије на површини од 21.506 квадратних километара, што је 
приближно једна четвртина територије Србије. На територији 
Војводине налази се 45 локалних самоуправа са 2.031.992 становника. 
То је 27,1 одсто од укупног броја становника у Србији. АПВ је 
вишенационална средина и у службеној употреби је 6 језика. 
 
 
3.5.1.Историја развоја информационог друштва у АП Војводини 
 
Значајно место у развоју Покрајине заузима еУправа, као основ 
модернизације рада и повећања квалитета рада покрајинских органа.  
Увођење еУправе у АП Војводини почело је крајем 2005. и 
почетком 2006. године.  
У АП Војводини, реализацијa еУправе се одвија кроз програм 
еВојводина. Програм еВојводина је један од програма економског 
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развоја Војводине. План реализације програма еВојводина је усвојен у 
другој половини 2005. године.  
 
То значи да је у то време стање еУправе у АПВ знатно 
заостајало у односу на стање развоја еУправе у земљама ЕУ. Задатак 
програма еВојводина био је да се што је могуће брже (у периоду од 
2006. до 2011. године) постигне ниво развоја еУправе који је био у 
земљама ЕУ у 2005. години. Односно циљ је да се на тај начин у 
будућности знатно смањи разлика у степену развоја еУправе у односу 
на земље ЕУ. 
 
Скупштина АП Војводине је у септембру 2006. године донела 
Одлуку о Стратегији реформе и развоја покрајинске управе 
[Скупштина АПВ 2006], којом је модернизација утврђена као један од 
стубова реформе покрајинске управе. Стубови реформе покрајинске 
управе представљају груписане мере и активности које служе 
реализацији циљева и принципа Стратегије. Као стубови покрајинске 
Стратегије дефинисани су „Подизање административног капацитета 
покрајинске управе, мере за јачање кадровских потенцијала -  human 
resources‖; „Антикорупцијске мере и транспарентност покрајинске 
управе‖;„Модернизација покрајинске управе‖.  
 
Стратегија реформе и развоја покрајинске управе 
представља оквир за Стратегију еУправе покрајинских органа. Овим 
стратешким документом изражена је јасна политичка воља да се 
реформа и развој покрајинске управе, поред осталог, остварује 
применом информационих и комуникационих технологија (ИКТ). 
Реализацији акционог плана, приступило се на јединствен и 
координиран начин, а резултат тога је доношење неколико међусобно 
повезаних покрајинских прописа и стратешких докумената заснованих 
на принципима Стратегије реформе и развоја покрајинске управе. 
Стратегија еУправе покрајинских органа доноси се као један од два 
стратешка документа којима ће се уредити сложени процес 
реализације трећег стуба реформе „Модернизације покрајинске 
управе‖. 
У табели 3.5.1. је дат преглед усвојених и реализованих 





Табела 3.5.1. Приказ усвојених и реализованих  докумената и 
пројеката 
Година Усвојени документи Реализовани пројекти 
2005  Политика и стандарди за 
коришћење ИКТ у покрајинским 
и опшинским институцијама АП 
Војводина  
 




 Спецификација информационих 
захтева јавних сервиса система 
еВојводина 
 Спецификација информационих 
захтева интранет система 
Извршног већа и Скупштине 
АПВ 
 Софтверска архитектура за 
еВојводину органа 
2006  Стратегији реформе и развоја 
покрајинске управе 
 Стратегија еУправе 
покрајинских органа 
 Базни пројекат мреже 
покрајинских органа управе 
Након усвајања наведнеих докумената и пројеката кренуло се у 
реализацију еУправе у АП Војводини која је описана и поглављу 5 и 6. 
 
3.5.2. Законски оквир  
 
Усвајањем Стратегија реформе и развоја покрајинске управе, 
Стратегија еУправе покрајинских органа  као и усвајањем докумената 
и пројеката из програма еВојводина, постављене су основе за развој 
еУправе у АП Војводини. Након тога, поред законског оквира који је 
креиран у Републици Србији, у АП Војводини су донети следећи 
прописи од значаја: 
 Закон о утврђивању надлежности Аутономне Покрајине 
Војводине ("Сл. гласник РС", број 99/2009-3)  
 Статут Аутономне Покрајине Војводине ("Службени лист 
АПВ", број 17/2009)  
 Покрајинска скупштинска одлука о спровођењу Статута 
Аутономне Покрајине Војводине ("Сл. лист АПВ", број 18/09)  
 Покрајинска скупштинска одлука о покрајинској управи 
("Службени лист АПВ", број: 04/10, 04/11)  
 Кодекс понашања у покрајинским органима ("Службени лист 
АПВ" број 7/2007)  
 Покрајинска скупштинска одлука о Савету националних 
заједница ("Службени лист АПВ", број: 04/10)  
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  Закон о службеној употреби језика и писама ("Службени 
гласник РС", број: 45/91, 53/93, 67/93, 67/93, 48/94, 101/05, 
20/10) 
 Покрајинска скупштинска одлука о ближем уређивању 
појединих питања службене употребе језика и писама 
националних мањина на територији АПВ ("Службени лист 
АПВ", број: 08/03, 09/03), 18/09-промена назива акта)  
 Одлука о идентификационој легитимацији ("Службени лист 
АПВ", број: 09/03, 04/04, 04/05, 03/11)  
 Покрајинска скупштинска одлука о обављању послова правне 
заштите имовинских права и интереса АПВ ("Службени лист 
АПВ", број: 10/04, 16/05, 18/09-промена назива акта) 
 Покрајинска скупштинска одлука о Покрајинском омбудсману 
("Службени лист АПВ", број: 23/02, 05/04, 16/05, 18/09-
промена назива акта)  
 Одлука о утврђивању предлога мреже општинских и окружних 
судова на територији АПВ (2006. година)  
 Одлука о утврђивању предлога мреже прекршајних судова на 
територији АПВ (2006.година) 
 
3.5.3. Степен развоја ИД 
 
У овом одељку дат је приказ степена развоја ИД у АП 
Војводини. Приказом је обухваћено коришћење ИКТ у органима 
покрајинске и локалне управе, као и стање у секторским областима за 
које постоје расположиви подаци. 
 
3.5.3.1. Коришћење ИКТ у органима покрајинске управе 
Крајем 2005. године, урађена је интерна детаљна анализа 
постојеће комуникационе инфраструктуре у објектима Владе и 
Скупштине АПВ, у којима је смештено тридесетак покрајинских 
органa. Циљ анализе је био да се установи да ли се постојећа 
комуникациона инфраструктура може искористити за потребе развоја 
еУправе. 
Установљено је следеће: 
 постојање независних и неповезаних рачунарских мрежа 
појединих покрајинских органа, 
 Није било адресног плана и предуслова за повезивање 
постојећих рачунарских мрежа, 
 Адресе wеб сајтова неорганизоване, 
 Приступ интернету реализован независно и на разне начине, 
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 Неуниформни mail сервери са различито дефинисаним 
доменима и адресама корисника, 
 Комуникациона опрема неуправљива, застарела и непоуздана. 
Дакле, није било координације приликом реализације 
поједничаних рачунарских мрежа. 
У органима покрајинске управе пре 2006. године, 
имплементација ИКТ је била децентрализована, без икакве 
координације људских ресурса. Усавршавања из ИКТ области није 
било. Информатичари из покрајинских органа су имали различите 
степене школске спреме, различите профиле образовања и различите 
нивое знања. У недостатку заједничких пројеката покрајинских органа 
и координираних активности на увођењу ИКТ, они нису развили 
чвршћу везу, ни успоставили одговарајући степен сарадње и размене 
професионалних искустава и знања. Укупан број запослених ИТ 
професионалаца на дан 01.01.2006. године био је 12 (дванаест), 
односно 1,5% од укупног броја запослених.  
Електронских јавних сервиса практично није било. 
У поглављу 5 је детаљно описан развој еУправе у органима 
покрајинске управе од 2005. године. 
 
3.5.3.2. Коришћење ИКТ у локалним самоуправама са  
  подручја Војводине 
У оквиру Пројекта [Коњовић 2008-2010], који је финансиран од 
Министарства за науку и технолошки развој и Владе АП Војводине, 
2009. године је спроведено истраживање „Стање и примена 
информационо-комуникационих технологија (ИКТ) у органима 
локалне самоуправе у АПВ‖ [Коњовић 2009]. Факултет техничких 
наука (Нови Сад) је спровео опсежну анализу расположивих ИКТ 
ресурса у локалним самоуправама Војводине, у циљу оцене њихове 
способности и спремности за увођење еУправе, као и оцене напретка у 
имплементацији ИКТ у четири групе: 
 
1. Ресурси и организација ИКТ сектора у локалној самоуправи 
2. Системски софтвер 
3. Апликације 
4. Коришћење Интернета  
 
Преглед најважнијих резултата: 
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1. Ресурси и организација ИКТ сектора у локалној самоуправи 
Највећи број (27) органа локалне самоуправе (у даљем тексту: 
ЛС) поседује између 20 и 100 рачунара. Укупан број радних станица 
(workstations) је 2541. Укупан број сервера је 114.  
27 ЛС има мање од 3 запослена у ИКТ сектору (8 ЛС нема 
уопште ниједног запосленог у ИКТ сектору). 3 ЛС имају између 5 и 8 
запослених, а 3 ЛС имају више од 8 запослених у ИКТ сектору.  
5 ЛС нема локалну рачунарску мрежу (Local Area Network - 
LAN), док 28 ЛС има рачунаре повезане у локалну мрежу. Све ЛС 
имају стални приступ Интернету: dial-up (5), ADSL (12), кабловски 
(11), бежични (wireless) (25). 18 ЛС користи услуге искључиво једног 
Интернет провајдера (Internet Service Provider - ISP), док 13 ЛС 
користи сервисе неколико Интернет провајдера. 
 
2. Системски софтвер  
Windows је инсталиран на 2625 (99%) радних станица 
(workstations), и доминира Windows XP (92%). Linux је инсталиран на 
31 (1%) радних станица. Linux дистрибуција која је најчешће 
инсталирана на радним станицама је Ubuntu (инсталирана на 52% 
радних станица које користе Linux).  
Windows је инсталиран на 85 (77%) сервера. Linux је инсталиран 
на 20 (18%) сервера. Други оперативни системи (који нису верзије 
Windows и Linux) су инсталирани на 5% сервера. 
 
3. Апликације 
Пакети апликација који се користе за обављање канцеларијских 
послова (обраду текста, рад са табелама, као и други програми пакета 
за канцеларијско пословање, затим web browser-и, e-mail клијенти и 
програми са календарима) су Microsoft Office (29 ЛС) и Оpen Office (16 
ЛС). 
Најшире коришћени системи за управљање базама података су: 
Microsoft SQL Server (19 ЛС), MySQL (12 ЛС), Oracle (8 ЛС) and 
PostgreSQL (3 ЛС).  
Лиценцни software, MSSQL и Oracle, представљају најчешће 
коришћена решења: 64%.  
Open source, некомерцијална решења MySQL и PostgreSQL, 
користи само 36% апликација које су у употреби у ЛС које су 
одговориле на упитник. 
Укупан број web сервера који се користе у свим ЛС које су 
одговориле на упитник је само 15: 7 Microsoft IIS и 8 Apache сервера. 
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Системи за управљање подацима (Data management systems – 
DMS), односно системи за управљање електронским документима се 
користе само у 4 ЛС (EDMS, Hermes, clipper апликације).  
Ниједна од 33 ЛС које су одговориле на упитник није навела да 
користи неки од система за управљање ИТ конфигурацијама. 
 
4. Коришћење Интернета 
90% запослених има пословну e-mail адресу.  
Најчешће коришћен e-mail клијент је Microsoft Outlook Express.  
Microsoft Internet Explorer (31) и Mozilla Firefox (21) се користе 
за приступ и прегледање web страница. 
31 од 33 ЛС које су одговориле на упитник има званичну web 
презентацију (напомена: ово је податак из наведеног истраживања, 
који се односи на 2009. годину. Данас све ЛС у Војводини имају 
званичну Интернет презентацију.)  
31 web презентација је постављена на локалном серверу који је у 
власништву органа локалне самоуправе, а 2 презентације су 
постављене на серверима Интернет провајдера. 
Технологије које се користе за web презентације су следеће: 
статичке HTML странице (9 ЛС), PHP (27 ЛС), .NET (2 ЛС), Java (JSP 
ЛС) (2) , Web сервиси (1 ЛС), остало (5 ЛС). 
Системи за управљање садржајима (Content Management Systems 
- CMS), који се користе за одржавање званичних web презентација су: 
Joomla (4 ЛС), Apache Lenya (1 ЛС), посебно развијен back-office 
систем (7 ЛС), и друго (3 ЛС). У 8 случајева не користи се никакав 
CMS систем, већ се ажурирање врши мануелно. 
 
3.5.3.3. Стање у секторским областима 
 
3.5.3.3.1.  еОбразовање  
Од сервиса који се односе на сектор образовања у АП Војводини 
[ФТН 2009], поред сервиса за Републику Србију (описаних у поглављу 
3.4.3.1.), треба још споменути Библиотечку мрежу високошколских 
институција Војводине, која у овом тренутку има 11 повезаних 
библиотека. Такође, формирана је Дигитална библиотека докторских, 
магистарских и дипломских радова Универзитета у Новом Саду у 
складу са светским стандардима, али је њено коришћење још увек 
незадовољавајуће. Одређени број високошколских институција 
користи системе за еУчење базиране на отвореном коду, као што су 
Moodle и SAKAI. 
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3.5.3.3.2. еЗдравство  
Као и у Републици Србији, тако и у АП Војводини, не постоји 
секторска комуникациона мрежа здравства [ФТН 2009]. Не постоје 
јавно доступни документи из којих се може стећи јасна слика о стању 
здравствених информационих система. На сајту Покрајинског 
секретаријата за здравство  постоје линкови на професионална 
удружења и постоји линк на здравствени портал ЕУ. Не постоји линк 
на Министарство здравља Републике Србије, нити на било коју од 
институција примарне, секундарне или терцијарне здравствене 
заштите. 
У документу [ФТН 2009] се за област еЗдравства у АП 
Војводини предлажу  следећи правци:  
• Развој комуникационе мреже широкопојасног приступа 
здравстевних институција Војводине 
• Успостављање регистра здравствених интитуција и здравствених 
сервиса у АПВ  
• Развој ИКТ решења за интеграцију информационих система у 
здравству  
• Развој ИКТ решења за здравствену негу и заштиту старих добних 
група 
• Развој специфичних телемедицинских сервиса 
 
3.5.3.3.3.  еПословање 
Стање у области еПословања је за АП Војводину исто као и за 
Републику Србију (поглавље 3.4.3.3.). У документу [ФТН 2009] се за 
област еПословања у АП Војводини предлажу  следећи правци: 
• Интензивније коришћење ИКТ за реструктурирање интерних 
пословних процеса у предузећима,  
• Повећање броја корисника ЕРП и CRM система у производним 
секторима,  
• Примена еПословања у области производње и прераде хране. 
 
3.5.3.3.4. еБанкарство 
Стање у области еБанкарства је за АП Војводину исто као и за 
Републику Србију (поглавље 3.4.3.3.). Такође, специфичности везане 
за АП Војводину односе се на потребу да се обезбеде сервиси за 
старије добне групе и да се обезбеде сервиси на језицима који су у 
употреби у Војводини.  
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3.5.4. Електронски јавни сервиси 
 
3.5.4.1. Јавни електронски сервиси покрајинских органа 
Из области еУправе најзначајнији сервиси су: 
 Портал јавних набавки 
 Библиотечки сервис (мрежа библиотека Војводине) 
 еКонкурси 
 еПисарница (увид у предмете) 
Ови сервиси су нови сервиси и посебно су анализирани у 
поглављу 5. 
Неки постојећи сервиси у покрајинским органима су следећи: 
 
Картон научног радника  
Покрајински секретаријат за науку и технолошки развој, 
формирао је јединствену базу података о научно истраживачком кадру 
у АП Војводини, која се реализује путем обраде података из 
КАРТОНА НАУЧНОГ РАДНИКА [PSNTR Nauka]. Пријаву и 
регистрацију на овај web сервис могу извршити сви истраживачи 
преко линка [PSNTR KNR]. На линку [PSNTR Citiranost] се налазе 
подаци о 10 односно 30 најцитиранијих научно истраживачких 
радника, као и списак свих цитираних научно истраживачких радника 
на територији АП Војводине. Овај јавни сервис је врло користан, 
међутим ажуран је са датумом 31.12.2008. године.  
 
Судски тумачи 
Покрајински секретаријат за образовање, управу и националне 
заједнице обавља послове који подразумевају постављање, 
разрешавање и вођење регистра сталних судских тумача за подручје 
судова на територији АП Војводине. На сајту [PSOUNZ Sudski tumači] 
је дат списак судских тумача са територије АП Војводине. Могуће је 
вршити претрагу по месту становања судских тумача и језику за који 
су судски тумачи надлежни. 
  
Државни стручни испит у органима управе на територији 
АП Војводине  
Покрајински секретаријат образовање, управу и националне 
заједнице организује и спроводи полагање државног стручног испита 
за запослене у органима управе на територији АП Војводине. На web  
сајту [PSOUNZ Stručni ispit] постоји могућност преузимања обрасца 
захтева за полагање.  
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Правосудни испит  
Покрајински секретаријат за образовање, управу и националне 
заједнице организује полагање правосудних испита за 
кандидате/кандидаткиње који имају пребивалиште на територији АП 
Војводине. На web сајту [PSOUNZ Pravosudni ispit] је могуће преузети 
захтев за полагање правосудног испита.  
 
Језички испити  
Покрајински секретаријат за образовање, управу и националне 
заједнице организује полагање испита из страног језика и језика 
националне заједнице за рад у органима управе. На web сајту 
[PSOUNZ Jezički ispiti] је могуће преузети захтев за полагање испита 
из страног језика- језика националне мањине и захтев за издавање 
уверења о познавању страног језика-језика националне мањине. 
 
Сагласност на садржину и изглед печата 
Покрајински секретаријат за образовање, управу и националне 
заједнице надлежан је за давање сагласности на садржину и изглед 
печата органа аутономне покрајине, органа јединица локалне 
самоуправе и ималаца јавних овлашћења који имају седиште на 
територији АП Војводине. Орган аутономне покрајине, орган јединице 
локалне самоуправе и имаоци јавних овлашћења који имају седиште 
на територији АП Војводине, подносе преко web сајта [PSOUNZ Pečat] 
захтев за сагласност на садржину и изглед печата. 
 
Нострификација диплома 
Покрајинском секретаријату за образовање, управу и 
националне заједнице поверени су послови еквиваленције и 
нострификације школских сведочанстава и диплома о стеченом 
основном и средњем образовању у иностранству. Држављани 
Републике Србије, страни држављани, као и лица без држављанства, 
имају права да захтевају признавање еквиваленције стране школске 
исправе са одговарајућом домаћом школском исправом у погледу 
права на наставак школовања, док се поступком нострификације 
страна школска исправа изједначава са домаћом школском исправом у 
погледу права на наставак школовања и у погледу права на 
запошљавање. На web сајту [PSOUNZ Diplome] се подносе захтеви за 






Остали сервиси ПС за образовање, управу и националне 
заједнице 
Поред тога на web сајту Покрајински секретаријат за 
образовање, управу и националне заједнице постоји велики број 
информација (али без могућности преузимања обавезних формулара) 
из области: 
 полагања стручног испита за секретаре предшколских 
установа, основних и средњих школа  
 полагања стручног испита за лиценце за наставнике, васпитаче 
и стручне сараднике 
Такође на сајту [PSOUNZ Škole] постоји централизована 
школска база података, са могућношћу претраге и увида у основне 
податке о свим школама са територије у АПВ. 
На web сајту [PSOUNZ Ustanove obrazovanja] постоји адресар 
свих предшколских установа, основних школа, средњих школа, 
домова ученика, студентских центара, високих школа струковних 
студија, факултета као и приватних предшколских установа, основних 
и средњих школа у АП Војводини. 
 
Покрајински секретаријат за културу и јавно информисање 
На web сајту [PSKJI] постоји велики број формулара који су 
доступни за преузимање: 
 Формулар за подношење извештаја о реализованом 
пројекту/програму из области културе који је суфинансиран 
средствима Покрајинског секретаријата,  
 Захтев за издавање дозволе за изношење предмета у 
иностранство, 
 Образац захтева за приступ информацијама од јавног значаја. 
 
Покрајински секретаријат за енергетику и минералне 
сировине 
На web сајту [PSEMR] постоји велики број формулара који су 
доступни за преузимање у вези са полагањем стручних испита за: 
 обављање стручних послова при експлоатацији минералних 
сировина, 
 обављање послова израде пројеката и елабората и извођење 
геолошких истраживања, 
 лица која обављају послове техничког руковођења, одржавања 




Покрајински секретаријат за здравство, социјалну политику 
и демографију  
На web сајту [PSZSPD] постоји велики број формулара који су 
доступни за преузимање у вези: 
 Захтевa-додатак-тројке, четворке, 
 Захтевa-додатак-прво дете, 
 Захтевa-додатак-близанци, 
 Захтевa за приступање информацији од јавног значаја, 
 Образацa за извештај о реализацији пројекта. 
 
Покрајински секретаријат за привреду 
На web сајту [PSPRIV] постоји велики број формулара који су 
доступни за преузимање у вези: 
 Захтев за издавање решења о испуњености услова за обављање 
јавног превоза путника у линијском или ванлинијском 
саобраћају или у превозу ствари 
 Захтев за издавање решења о испуњености услова за обављање 
јавног превоза путника и ствари 
 
Покрајински секретаријат за финансије 
На web сајту [PSFIN] се налазе следећи формулари за 
преузимање: 
 обрасци извештаја јавних набавку (образац А-велике набавке, 
Б-мале набавке и В-поступци), 
 модел плана јавних набавки, 
 пример попуњеног плана јавних набавки. 
 
Покрајински секретаријат за урбанизам, градитељство и 
заштиту животне средине 
На web сајту [PSARHIURB] постоји велики број формулара који 
су доступни за преузимање у вези: 
 захтев за издавање информације о локацији, 
 захтев за издавање локацијске дозволе. 
 
Покрајински секретаријат за спорт и омладину 
На web сајту [PSSIO] постоји велики број формулара који су 
доступни за преузимање у вези: 
 захтев за суфинансирање пројекта-програма спортских 
организација којим се доприноси развоју спорта у АП 
Војводини, 
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 захтев за суфинансирање организовања или учешћа на 
спортским такмичењима или манифестацијама од интереса за 
АП Војводину, 
 захтев за суфинансирање санације, адаптације или опремања 
спортских објеката од интереса за АП војводину, 
 обрасци и упутство за покрајинске гранске савезе-
финансирање. 
 
Служба за управљање људским ресурсима 
На web сајту [LJR] постоји велики број формулара који су 
доступни за преузимање у вези: 
 Образац обавештења за интерни оглас – Руководиоци и  
Извршиоци,  
 Образац обавештења за конкурс – Руководиоци и Извршиоци. 
 
Покрајински омбудсман 
На web сајту [OMBUDSMAN] постоји велики број захтева-
представки који су доступни за преузимање у вези: 
 заштите права националних мањина, 
 заштите права детета, 
 равноправност полова, 
 општа надлежност. 
 
Управа за заједничке послове покрајинских органа 
На web сајту [UPRAVA] постоји посебна страница са прегледом 
јавних набавки које су у току. Могуће је преузети конкурсну 
документацију и сву пратећу документацију. 
 
Покрајински секретаријат за пољопривреду, шумарство и 
водопривреду 
Пољопривредна саветодавна служба Војводине  
На web сајту [PSSV] постоји постоји велики број информација и 
докумената (законских и саветодавних) које корисници могу преузети 
са сајта, а рад службе је јавно видљив и свима доступан путем Портала 
пољопривредне саветодавне службе АП Војводине. Порталом се 
успоставља комуникација између саветодавне службе Војводине и 
крајњих корисника – индивидуалних пољопривредних произвођача.  
Функционални системи: 
 Интерни и јавни дискусиони Форуми: 
У оквиру интерног Форума саветодавци међусобно 
размењују мишљења о различитим темама, док произвођачи у 
јавном дискусионом Форуму могу добити мишљења и 
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одговоре за све оно што их интересује у домену и надлежности 
саветодавне службе Војводине. 
 СМС знање је систем за пружање информација 
Пољопривредне саветодавне службе АП Војводине 
различитим групама пољопривредних произвођача и 
саветодавцима путем СМС порука. Систем СМС знања 
омогућава селектовано слање порука групама као што су:  
 група пољопривредна станица (слање порука 
корисницима једне пољопривредне станице) 
 група област деловања (сточарство, ратарство, 
воћарство, заштита биља, млекарство, ...) 
 група саветодавац (слање порука корисницима 
једног саветодавца)  
 
Сви наведени сервиси су само информативни сервиси нивоа 1. 
Потребно је ове сервисе подићи на ниво 2 и 3. 
 
На web сајтовима осталих покрајинских органа нeма јавних 
сервиса: 
1. Покрајински секретаријат за међурегионалну сарадњу и 
локалну самоуправу [PSMRLS] 
2. Покрајински секретаријат за рад, запошљавање и 
равноправност полова [PSRZRP] 
3. Дирекција за робне резерве АПВ [DRR] 
 
На web сајтовима свих покрајинских органа постоје годишњи 
информатори о раду, финансијски планови, планови јавних набавки, 
годишњи извештаји и извештаји са конкурса у надлежности.  
Управа за заједничке послове покрајинских органа је 
реализовала модел web-презентације за покрајинске органе у 
потпуности према моделу који је израдио Републички завод за 
информатику и Интернет, у складу са принципима еПриступачности и 
„Препорукама за израду web-презентација државних органа управе‖ 
Републичког завода за информатику и Интернет, које је усвојила 
Влада Републике Србије. Комисија за управљање Стратегијом еУправе 
покрајинских органа је информацију о томе размотрила и прихватила. 
Неки покрајински органи то решење већ примењују, док га други 
тестирају и прилагођавају.  
 
3.5.4.2. Јавни електронски сервиси локалних самоуправа у АПВ 
У оквиру пројекта [Коњовић et al. 2009] спроведено је 
истраживање расположивости и нивоа софистицираности јавних 
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електронских сервиса који су у надлежности органа локалних 
самоуправа у АПВ. Разматрани су стандардни сервиси дефинисани за 
земље чланице ЕУ (12 основних сервиса за грађане и 8 сервиса за 
привредне субјекте), као и нестандардни сервиси расположиви на 
нивоу локалне самоуправе (општине и градови). Анализа је извршена 
у периоду април-мај 2009, а ревизија је извршена и у периоду јули-
септембар 2009. године. Сачињен је детаљан приказ стања јавних 
сервиса у локалним самоуправама у Војводини. Подаци о броју 
доступних јавних електронских сервиса који су у надлежности органа 
локалних самоуправа у АПВ приказани су у Табели 3.5.4.2. 
 
Табела 3.5.4.2. Приказ стања јавних електронских сервиса који 
се налазе у надлежности органа локалних самоуправа у Војводини  
(2009.) (број имплементираних електронских сервиса) 
Локална самоуправа / 
/општина АПВ 
Јавни електронски сервиси 
G2C G2B Укупан број 
Рума 17 7 24 
Нови Сад-град 16 6 22 
Панчево- град 15 7 22 
Зрењанин- град 15 4 19 
Инђија 10 7 17 
Ковин 10 6 16 
Вршац 9 7 16 
Бачка Топола 9 6 15 
Суботица-град 7 7 14 
Бачки Петровац 9 4 13 
Стара Пазова 8 5 13 
Ада 11 1 12 
Врбас 10 2 12 
Бачка Паланка 9 2 11 
Србобран 7 2 9 
Алибунар 6 3 9 
Кикинда 6 3 9 
Шид 4 5 9 
Нови Кнежевац 7 1 8 
Сента 7 1 8 
Бечеј 4 4 8 
Сомбор-град 5 2 7 
Апатин 6 0 6 
Кула 4 2 6 
Кањижа 2 4 6 
Мали Иђош 5 0 5 
Тител 5 0 5 
Пећинци 4 1 5 
Житиште 3 2 5 
Нови Бечеј 3 1 4 
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Локална самоуправа / 
/општина АПВ 
Јавни електронски сервиси 
G2C G2B Укупан број 
Сремска Митровица-град 3 1 4 
Бач 2 2 4 
Беочин 2 2 4 
Бела Црква 3 0 3 
Сремски Карловци 3 0 3 
Нова Црња 2 1 3 
Чока 2 1 3 
Ковачица 1 2 3 
Оџаци 2 0 2 
Пландиште 2 0 2 
Темерин 2 0 2 
Жабаљ 1 0 1 
Сечањ 1 0 1 
Ириг 0 0 0 
Опово 0 0 0 
 
Јавни сервиси за грађане имплементирани у АП Војводини 
односе се на пријављивањe пореза, информисање о слободним радним 
местима, обезбеђују увид у бирачки списак, односно у регистар 
становништва, информације о начину издавања личних докумената 
(путне исправе, личне карте, возачке дозволе), издавање грађевинских 
дозвола, јавне библиотеке, као и увид у стање и слање захтева за 
издавање одређеног документа из матичне књиге (извод из матичне 
књиге рођених, извод из матичне књиге умрлих, извод из матичне 
књиге венчаних), информације о упису студената и учешћу у високом 
образовању (резултати уписа, распоред предавања, испитни рокови, 
пријаве испита, итд).    
Јавни сервиси за привредне субјекте имплементирани у АП 
Војводини омогућавају информисање о доприносима за запослене 
(начину обрачуна и уплате и садржини пореске пријаве), о порезима и 
таксама у вези с фирмама,  као и о обрачуну, пријави тј. регистрацији 
пореза на додату вредност (ПДВ),  процедурама регистрације нове 
фирме, врстама делатности и потребним документима, централном 
регистру хартија од вредности... 
У неким општинама уочене су целине које могу значајно 
побољшати увид у услуге које на овај начин нуде локалне самоуправе.  
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3.5.5. Делегирање надлежности за еУправу у АП Војводини 
 
Развој еУправе у АП Војводини прати развој еУправе у 
Републици Србији и активности надлежних Министарстава. Поред 
тога за реализацију увођења еУправе у органима покрајинске управе 
задужени су:  
• Покрајински секретаријат за науку и технолошки развој - води 
и координира реализацију програма Е-Војводина. 
• Стручна служба за реализацију програма привредног развоја 
АП Војводине - одговорна за праћење и финансијску подршку 
реализације Програма Е-Војводина. 
• Сектор за информационе технологије, Управе за заједничке 
послове покрајинских органа - одговоран за увођење, 
одржавање, експлоатацију и развој еУправе. 
 
3.5.6. Комуникациона инфраструктура за еУправу 
 
Развој инфраструктуре за еУправу обухвата, пре свега, развој 
комуникационо-рачунарске мреже. Развој комуникационе 
инфраструктуре покрајинских органа до 2005. године може се 
окарактерисати као скуп потпуно некоординисаних индивидуалних 
иницијатива појединих покрајинских органа. Резултат оваковог 
приступа био је скуп изолованих локалних мрежа реализованих 
хетерогеним технологијама са минималним нивооом управљивости 
без перманентне везе на Интернет (само су Покрајински секретаријат 
за науку и технолошки развој и покрајински секретаријат за финансије 
имали перманентну везу капацитета 2Mbps на Академску мрежу и 
путем ње на Интернет почев од 2002.). Није постојала јединствена 
локална рачунарска мрежа у објекту Бановина иако је у њему смештен 
највећи број покарајинских органа, укључујући и Скупштину 
Војводине. Интернет као извор информација био је коришћен у врло 
малој мери а као инфраструктура за међусобно повезивање 
покрајинских органа и њихово повезивање са републичким органима и 
органима локалне самоуправе није био ни препознат. Рачунарска 
опрема била је сведена на персоналне рачунаре слабих капацитета а 
није коришћен ни инфраструктурни апликативни софтвер било ког 
типа (системи за управљање базама података, системи за управљање 
електронским документима и сл.).У оквиру програма Е-Војводина, у 
току 2005. године постављени су принципи развоја комуникационе 
инфраструктуре за еУправу Војводине кроз два пројекта (Пројекат 
 86 
рачунарско комуникационе инфраструктуре еВојводине и Базни 




Два кључна стратешка документа за развој еУправе у АП 
Војводини су Стратегија реформе и развоја покрајинске управе и 
Стратегија еУправе покрајинских органа. 
У складу са Стратегијом развоја информационог друштва у 
Републици Србији [Влада РС 2006] и на основу посебних принципа 
карактеристичних за територију Покрајине, еУправа се у наведена два 
документа заснива на следећим основним принципима:  
1. равноправан приступ за све: јавни сервиси морају бити доступни 
свим грађанима, а сви садржаји од јавног значаја требало би да 
буду доступни свим грађанима под једнаким условима у 
електронском облику; 
2. спречавање дигиталне поделе и заштита људских и мањинских 
права: еУправа, као и информационо друштво уопште, требало би 
да поштује општа људска и мањинска права и спречи 
дискриминацију грађана на основу социјалних разлика у погледу 
прихода, техничких знања, рода, религије, старости, националне 
припадности итд;  
3. безбедност и заштита приватности: јавни сервиси морају бити 
безбедни и морају штитити приватност грађана; 
4. отворен систем: еУправа ће се примењивати у сагласности с 
принципима отвореног система заснованог на отвореним и 
међусобно функционалним ИКТ решењима различитих 
произвођача. Системи еУправе требало би да користе решења 
заснована на отвореним стандардима; 
5. кохерентност и функционална јединственост: еУправа 
представља веома сложен, али интегрисан информациони систем, 
који функционише као један кохерентан систем, где се 
јединственост и заједничко функционисање различитих 
хетерогених делова постиже кроз стандардизацију и координиран 
развој;  
6. аутономија у развоју: сваки покрајински орган може аутономно 
да се развија и управља својим подсистемом према претходно 
утврђеним стандардима еУправе и утврђеном плану развоја; 
7. флексибилна и модерна ИКТ решења: примењена ИКТ решења 
засниваће се на најновијим методолошким и технолошким 
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достигнућима, уз омогућавање продуктивног развоја и 
обезбеђивање флексибилности за потенцијалне организационе и 
технолошке промене; 
8. ослањање на ИКТ сектор и академску/истраживачку 
заједницу: да би се пружила прилика развоју ИКТ сектора и 
поспешио развој академске/истраживачке заједнице, развој 
еУправе ће се углавном заснивати на сарадњи са домаћим ИКТ 




4. СТАНДАРДИ И ИНТЕРОПЕРАБИЛНОСТ 
 
Интероперабилност је способност различитих система и 
организација да раде заједно, односно да размењују информације и да 
користе информације које се размењују. Интероперабилност 
омогућава да интерфејс неког система ради са другим системима, у 
садашњости и/или будућности, без неких ограничења [Singipedia n.d.].  
Најчешће се разликују следећи нивои интероперабилности 
[Wikipedia n.d.d]: техничка, синтактичка и семантичка 
интероперабилност.  
У овом поглављу разматрана је интероперабилност у системима 
еУправе, при чему је у прва два одељка дат дат преглед  оквира за 
интероперабилност у земљама ЕУ, а у трећем одељку су анализирани 
одабрани радови који се баве истраживањем интероперабилнсти у 
системима еУправе. У последњем, чeтвртом одељку овога поглавља 
разматрани су стандарди као један од главних инструмената за 
постизање интероперабилности. 
 
4.1. Европски оквир за развој 
интероперабилности [EIF]  
 
Интероперабилност, у контексту испоруке европских јавних 
сервиса, јесте способност различитих и разноврсних организација да 
сарађују на узајамно корисним и заједнички договореним циљевима, 
укључујући размену информација и знања између организација, преко 
пословних  процеса, путем размене података између њихових ИКТ 
система. 
Европски оквир интероперабилности за пан-европске јавне 
сервисе [EIF] је скуп препорука које специфицира како 
администрација, пословни сектор и грађани међусобно комуницирају 
у оквиру ЕУ и државама чланицама.   
Окружење за интероперабилност у контексту ЕИФ се дефинише 
као усаглашен приступ интероперабилности за организације које желе 
да раде заједно са циљем испоруке јавних сервиса. У оквиру опсега 
његове применљивости он специфицира скуп заједничких елемената: 
речник, концепте, принципе, смернице, препоруке и праксе. 
 
Сврха Европског оквира за развој интероперабилности је: 
 да промовише и подржава испоруку европских јавних сервиса 
јачањем међудржавне и међусекторске интероперабилности 
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(прекогранични јавни сервиси које јавне администрације 
пружају једна другој или европским предузећима и грађанима) 
за подстицање прекограничне интероперабилности и 
интероперабилности у јавном сектору; 
 да усмерава активности јавне администрације у пружању 
европских јавних сервиса грађанима и привредним субјектима; 
 да допуни и повеже различите националне оквире за развој 
интероперабилности да би задовољили европске критеријуме. 
 
EIF разликује четири нивоа интероперабилности релевантна за 
еУправу: политички контекст, законску интероперабилност, 
семантичку интероперабилност и техничку интероперабилност, при 
чему је синтактичка интероперабилност део техничке 
интероперабилности и не сматра се специфичном за еУправу.  
Европски оквир за развој интероперабилности је део скупа 
иницијатива везаних за интероперабилношћу, чији је циљ пружање 
подршке успостављању европских јавних сервиса. 
 
Слика 4.1. приказује везе између иницијатива које се односе на 
интероперабилност: Европске стратегије интероперабилности, 
Европског оквира за развој интероперабилности, Европске смернице 
интероперабилности и Европских интероперабилних сервиса и алата 
са једне стране, и активности на успостављању европских јавних 
сервиса са друге. 
 
 
Слика 4.1. Веза између иницијатива везаних за 
интероперабилност и активности на успостављању европских јавних 
сервиса, Извор: [EIF] 
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Иницијативе ЕУ које су представљене у табели 4.1. илуструју, из 
историјске перспективе, подршку која се на политичком нивоу пружа 
за интероперабилност између јавне администрације. 
У наставку је дат сажет приказ ових иницијатива и докумената.  
1. Delors paper је један је од најутицајнијих докумената који 
наглашава улогу образовања и обуке на развој, конкурентност 
и запошљавање. 
2. Bangemann Report указује на потребе за повећањем улоге ИКТ 
у ЕУ. 
3. „Standards‖ Directive (1998/34/EC) предлаже процесе за 
размену информација у области техничких стандарда и 
прописа. 
4. Lisbon strategy for growth and employment има циљ да ЕУ 
постане „најдинамичнија и најконкурентнија привреда у 
свету.‖  
5. eGovernment Ministerial conference in Brussels – ова 
министарска декларација потврђује  посвећеност брзом развоју 
еУправе у складу са Лисабонском стратегијом и Акционим 
планом еЕвропа. Усвојени су следећи принципи за ИКТ: 
i. Обезбеђивање инклузије 
ii. Промовисање поверења и сигурности 
iii. Ослањање на најбоље праксе 
iv. Подстицање партиципације 
6. eEurope 2005 initiative има за циљ да развије модерне јавне 
сервисе и динамично окружење за еПословање кроз 
коришћење могућности широкопојасног приступа.  
7. eGovernment Ministerial conference in Como усвоја следеће 
приоритете: 
i. Развој паневропских сервиса еУправе,  
ii. Побољшање испоруке услуга,  
iii. Подстицање поверења, сигурности и тајности, 
iv. Омогућавање интероперабилности система јавне 
администрације, 
v. Најефикасније коришћење јавног финансирања на 
европском нивоу. 
8. Public Sector Information Directive (2009/98/EC) се односи се на 
поновну употребу информација из јавног сектора.  
9. Public Procurement Directive (2004/18/EC) се односи на 
координацију поступака за доделу уговора у поступцима 
јавних набавки радова, добара и услуга.  
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10. Decision 2004/387/EC adopting the IDABC Programme je 
званично усвојио Одлуку о оснивању новог IDABC програмa, 
који ће подржати интероперабилну испоруку паневропских 
сервиса еУправе јавним управама, предузећима и грађанима.  
11. eEurope 2005 Action plan има за циљ да стимулише 
обезбеђивање сервиса, апликација и садржаја коришћењем 
широко доступне широкопојасне инфраструктуре.  
12. Manchester Ministerial Declaration усваја реализацију инклузије 
адекватним дизајном сервиса.  
13. Modinis IDM Programme има за циљ кохерентан приступ 
управљању електронским идентитетом у оквиру еУправе у 
Европској Унији.  
14. Service Directive (2006/123/EC) регулише испоруку сервиса на 
слободном европском тржишту.  
15. Commission Communication on “Interoperability for Pan-
European eGovernment Services” разматра развој 
прекограничних јавних електронских сервиса.  
16. INSPIRE Directive (2007/2/EC) се односи на успостављање 
инфраструктуре за просторне информације у Европи, у циљу 
подршке политикама Европске заједнице у области екологије, 
и политикама и активностима које могу имати утицај на 
животну средину.  
17. Lisbon Ministerial Declaration наглашава ангажовање грађана у 
политичким процесима и повећање транспарентности.  
18. i2010 initiative промовише развој отворене, иновативне и 
конкурентне дигиталне економије и наглашава значај ИКТ као 
кључног услова подстицања иновација, али и главног 
покретача за креирање инклузивног друштва и побољшање 
квалитета живота. i2010 представља стратешки докуменат који 
трасира развој информационог друштва и медија и промовише 
утицај ИКТ на привреду, друштво и квалитет живота сваког 
појединца. 
19. Decision 2009 xxxxx Adopting the ISA Programme подржава 
сарадњу између eвропских јавних управа тако што ће 
обезбедити ефикасне и ефективне  електронске прекограничне 
и међусекторске интеракције између тих управа. 
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Табела 4.1. Подршка ЕУ за интероперабилност између јавне администрације 1 











http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:1998:204:0037:0037:EN:PDF Белгија 1998 
Lisbon strategy for 
growth and 
employment 










http://ec.europa.eu/information_society/eeurope/2005/index_en.htm Шпанија 2002 
eGovernment 
Ministerial 
conference in Como 





http://ec.europa.eu/information_society/policy/psi/docs/pdfs/directive/psi_directive_en.pdf Белгија 2003 
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http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:32004L0018:en:NOT Француска 2004 
Decision 
2004/387/EC 
adopting the IDABC 
Programme 
http://ec.europa.eu/idabc/en/document/2560/5849.html  2004 
EIF V1 http://europa.eu.int/idabc/en/document/3473/5585   2004 
eEurope 2005 
Action plan 































http://www.epractice.eu/files/media/media1672.pdf  Португалија 2007 
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Назив документа Линк Земља 
Година 
објављивања 





AND OF THE 
COUNCIL  







http://ec.europa.eu/isa/   2009 











Концептуални модел изградње европских јавних сервиса 
омогућава повезивање и поновно коришћење компоненти приликом 
креирања нових услуга. Он је генерички по природи и самим тим се не 
очекује да се сваки постојећи или будући сервис уклапа тачно у њега. 
Међутим, модел је довољно генерички, да се може применити на било 
ком нивоу управе која обезбеђује и пружа јавне услуге, од локалног 
нивоа, па све до на нивоу ЕУ, и омогућује да било који ниво власти 
може бити провајдер основних и агрегатних јавних сервиса. Цепање 
функционалности у основне сервисе са добро дефинисаним 
интерфејсима, које је осмишљено ради поновне употребе, ће 
поједноставити и унапредити имплементацију сервиса и поновну 
употребу компоненти, уз избегавање дуплирања активности. 
 
4.2. Оквири за интероперабилност  
  
ЕPractice eGovernment и eInclusion factsheets [European 
Commission ePractice] имају за циљ да пруже свеобухватну слику о 
ситуацији и напретку еУправе и еИнклузије у 34 европске земље: 
земље чланице ЕУ, земље кандидати за ЕУ и ЕФТА.  Локална издања 
ових докумената се усклађују на нивоу ЕУ а у њима се, поред осталих 
информација, налазе и информације о статусу националних оквира за 
интероперабилност. Такође, информације о стању националних оквира 
за интероперабилност доступне за одређене земље су и из извора 
National Interoperability Framework Observatory (NIFO) Factsheets 
[European Commission NIFO] и извора Interoperability Barometer 
[Ibarometer n.d.]. Извор [European Commission NIFO] садржи 
информације о 28 земаља (поред чланица ЕУ, дати су подаци и за 
Норвешку ) а извор [Ibarometer n.d.] садржи податке о укупно 26 
земаља од којих су 19 чланице ЕУ. Поред земаља чланица ЕУ, овај 
извор даје податке и за следеће земље: Албанију, Босну и 
Херцеговину, Хрватску, Македонију, Молдавију, Црну Гору, Србију и 
Турску. Према извору [Ibarometer n.d.], у Србији национални оквир за 
интероперабилност у Србији је у развоју. 
У табели 4.2. је дат преглед оквира за интероперабилност за 
земље ЕУ. Преглед је направљен на основу информација из наведена 
три извора. Обихваћени су следећи аспекти: Постојање експлицитно 
именованог документа оквира за интероперабилност, циљви/опсег 
оквира и година публиковања документа. Скраћеница н/п значи да 
аспект није применљив. 
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Из прегледа се намеће закључак да релативно велики број 
земаља чланица ЕУ не поседује експлицитно именован документ који 
се бави проблемом интероперабилности у системима еУправе. Такође, 
постоје и земље, попут Републике Чешке и Ирске у којима се ни не 
планира израда оваквог документа. Ипак у већини земаља ЕУ (15 од 




Табела 4.2. Преглед назива и циљева оквира за интероперабилност 





оквир, у току је његова 
израда и основне 
смернице су дате у 
[Reichstädter n.d.]   
Израда спецификација ―основних градивних блокова‖ еУправе од којих су већ 
објављене следеће: MOA-ID (идентификација) (MOA = Module for 
Online Applications); MOA-SS/SP (електронски потпис & непорецивост 
електронског потписа); MOA-ZS (електронска испорука); Интернет Политике 
(домени, e-mail, потписи, сертификати, итд.); Final/Closing дијалог за online 
захтеве; Стандардизовани описи грешака и поруке о грешкама у току SOAP 
преноса (SOAP faults); Смернице за стилове при дизајнирању online форми; 
Стандардни блокови података при дизајнирању online форми; EPS2 за 
електронско плаћање; XML спецификације за: Претрагу са веб сервисима, 
OnLine Dialoge Entry протокол, Шема за електронску размену записа/елементи 
података&процеса (EDIAKT), Шема за личне податке и податке о 
организацијама  и Електронска нотификација. 
У континуитету 






 Смањење укупних трошкова  
 Гарантована отвореност података, избегавањем монопола  
 поновно коришћење решења израђених по потребама корисника у 









 Друштвена ефикасност, минимизација капиталних инвестиција и 
експлоатације трошкова 
 Једнако третирање учесника размене података; 
 Безбедност, поверљива размена података, заштита личних података, 
заштита интелектуалне својине; 
 хомогеност и интероперабилност структура података - основе 
макроменаџмента са кибернетичким принципима; 
 Интеграција у глобалне и регионалне информационе структуре. 
Јун 2006 
4 Кипар 
Не постоји – планирана 
је његова израда 
н/п н/п 
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оквир, али је питање 
предмет следећих 
докумената: 
Parliamentary resolution  
B103: Motion for 
Parliament Resolution 
Regarding Use of Open 
Standards for Software 
with Public Authorities; 
Danish E-Government 
Strategy 2007 - 2010   
Стандардизација (дефинисани су следећи стандарди): 
 Стандарди за размену докумената (ODF/OOXML)  
 Стандарди за размену података међу државним органима (OIOXML)  
 Стандарди за електронске датотеке и управљање документима (FESD)  
 Стандарди за електронске јавне набавке (OIOUBL)  
 Стандарди за дигитални потпис (OCES)  
 Стандарди за јавне Web сајтове 
 Стандарди за ИТ безбедност 
2006. 
ступили на снагу 
у јануару 2008. 
7 Естонија 
Постоји/ Estonian IT 
Interoperability 
Framework 2.0 
 Осигурање обезбеђења сервиса за институције јавне администрације, 











netelmä‖ version 1.0 
садржи елементе 





прописивање норми и стандарда у области ИКТ за јавну администрацију Јун 2009 
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РБ Земља Назив Framework-a Циљеви Framework-a Година издања 
10 Немачка 
Постоји/The Standards 
and Architectures for  
eGovernment 
Applications (SAGA) 
 Рачунарско становиште се фокусира на архитектонским стиловима и 
смерницама, становиште инжењерства се фокусира на процесима за 
успостављање инфраструктуре, а са становишта технологије се фокусира на 








 интероперабилност између информационих система и трансакцијских 
услуга јавне управе еВладе, што подразумева техничке спецификације и 





Framework – Hungarian  
National Interoperability 
Framework (HNIF) 
 Развој вештина грађана и предузећа у примени еУправе засноване на 
доступним технолошким основама; 
 Побољшање ефикасности услуга еУправе  
 Главни циљ HNIF-а је дефинисање стандарда, захтева и прописа који 
гарантују солидан техничко-семантички надзор, управљање пројектом, ИТ 
сигурност и платформу методологије развоја апликација за развој и 
функционисање електронске јавне управе. 
март 2009. 
13 Ирска 




Постоји/ Law on Digital 
Administration (Codice 
d ell’Amministrazione 
Digitale - CAD) Sistema 
Pubblico di Connettività 
e Cooperazione (SPC) – 
Public Connection and  
Cooperation System 
 Обезбеђивање скупа заједничких сервиса за повезивање са 
администрацијом;  
 Обезбеђивање интеракције централне и локалне управе са другим лицима 
повезаним на Интернет, промовишући пружање квалитетних услуга за грађане 
и пословне субјекте;  
 Обезбедити централну комуникациону инфраструктуру;  
 Обезбеђивање сервиса органима управе који желе да се повежу на 
инфраструктуру;  
 увођење модела испоруке од стране више произвођача за имплементацију;  
 Обезбеђивање сигурности података, поверљивости и приватности SPC 
система, као и поштовање аутономије информационих средстава управе. 
2010 
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РБ Земља Назив Framework-a Циљеви Framework-a Година издања 
15 Летонија 














Framework version 1.0. 
Постоји и његова 
ревизија ―The Smart 
Island 2008-2010.‖ 
 „успостављање ригорозног оквира интероперабилности (interoperability 
framework), који ће бити прихваћен као стандардни захтев и поштован у свим 
системима владе.‖  
 Намена циљева будућег NIF-а (National Interoperability Framework) је да 
влада Малте обезбеди јавне службе, усредсређујући се на формалне базне 
регистре, са адекватно дефинисаним власништвом као делом споразума 






Referentie Architectuur – 
Dutch Government  
Reference Architecture. 
 објављивање списка отворених стандарда;  
 Примена ових стандарда у различитим нивоима власти; 
 Ревизија NORA-е како би покрила интероперабилности (верзију 3.0);  
 Управљање отвореним стандардима је засновано на принципу високог 
поверења са лаким мониторингом и праћењем; 
 ODF је подржан за размену докумената 
Април 2007. 
20 Пољска 





 да се омогући интеракција информационих система путем технолошке 
неутралности (коришћ-ењем отворених стандарда) и усклађивање различитих 
ентитета 
 Владе у погледу организационе и семантичке интероперабилности. 
Мај 2007 
21 Португал Постоји/ Portugrk 
Успостављање платформе која обезбеђује техничку, семантичку и 
организациону интероперабилност између грађана, пословних субјеката и 
јавне администрације  
2007 
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РБ Земља Назив Framework-a Циљеви Framework-a Година издања 
22 Румунија 




 Пружање стандардизованог и доступног Web интерфејсa за електронске 
јавне сервисе и информације; 
 Стандардизација, прихватње и промоција употребе XML-а као актуелног 
стандарда за размену података у електронсим јавним сервисима; 
 Стандардизација, усвајање, употреба и усавршавање модела коришћених за 
структуирање података (метаподаци) по ISO или отвореним међународним 
стандардима; 
 Усклађивање стандарда и спецификација који се користе за 
Интернет, развијених од стране професионалних организација и подржаних 
на европском нивоу (W3C, ISSS, OASIS, IETF, итд ); 
 Усклађивање система обезбеђивањем електронских јавних сервиса 
према претходно наведеним стандардима или спецификацијама; 
 Усвајање, подршка и употреба отворених стандарда и спецификација 
у широкој употреби и подржаних од стране приватног тржишта, чиме би се 
смањили укупни трошкови за одржавање и развој електронских јавних 
сервиса;  
 Промовисање бенефита који проистичу из употребе отворених 
технологија; 
 Преглед и провера политике, стандарда и спецификација већ 
имплементираних у постојећим системима за пружање електронских јавних 
сервиса и услуга 
У плану 2012 
23 Словачка 
Не постоји –планирано 
али без временске 
одреднице 
 н/п н/п 
24 Словенија 
Постоји/ The Slovenian 
interoperability Portal 
(NIO - Nacionalni 
Interoperabilnostni 
Okvir) 
 Да омогући публиковање стандарда и смерница о интеропреабилности, 
информација о х нанационалном нивоу. 
 Да институцинализује законску регулативу из области 
интероперабилности електронске  
Октобар 2010 
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 Имплементација законских норми о интероперабилности датих у закону 
eGovernment Law (11/2007). Бави се захтевима за имплементацију принципа 




Не постоји – планирано 
је неколико пројеката и 
иницијатива везаних за 
интероперабилност 
еУправе 






 Побољшање испоставе јавних сервиса, 
 Побољшање приступа јавним сервисима, као и побољшање ефикасности 
пружања јавних услуга и јавних сервиса 
 заједничка инфраструктура 
 заједнички стандарди  




4.3. Истраживања интероперабилности у 
системима еУправе 
 
У овом одељку приказано је пет научних радова од којих се три 
баве имплементацијама оквира интероперабилности у системима 
еУправе, а два рада се  баве разрадом концепта интероперабилности у 
системима еУправе.  
 
У раду  [Guijarro 2007b] је дат преглед оквира 
интероперабилности базиран на три аспекта интероперабилности: 
• Организациона интероперабилност, која се бави дефинисањем 
пословних циљева, моделирањем пословних процеса и сарадњом 
администрација које желе да размењује информације. 
• Семантичка интероперабилност, која треба да обезбеди прецизно 
значење размeњених информација и разумљивост за друге 
апликације. 
• Техничка интероперабилност, која се бави техничким питањима 
повезивања  рачунарских система и услуга. 
 
Интероперабилност је описана са два становишта: окружења 
интероперабилности и окружења пословне архитектуре и у раду су 
описани и упоређени најважнији приступи у земљама ЕУ и САД. 
Окружење интероперабилност је користила влада Велике Британије, 
као и ЕУ у IDABC програму.  
Термин пословне архитектуре односи се на свеобухватан опис 
свих кључних елемената и односа који чине предузеће. У овој 
дефиницији под предузећем се подразумевају предузећа, установе или 
одељења у оквиру компаније или институције. 
Елементи који ово описују могу бити подаци, мрежа, опрема, 
софтвер, пословне локације, људски ресурси итд. Пословна 
архитектура има за циљ усклађивање пословних процеса и циљева 
предузећа и апликација и система који се стварају на техничкој 
инфраструктури предузећа. Приступ који описује елементе 
архитектуре предузећа се зове окружење пословне архитектуре.  На 
пример, на овај начин се пословни систем може представити 
матрично. Свака  ћелија у матрици представља пресек фокуса 
предузећа (подаци, функција, мрежа, људи, време и мотивација) и 
перспективе предузећа (концептуалне, логичке, физичке и оне ван 
контекста). Модели (нпр. бизнис модели, модели података, објектно-
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оријентисано модели) су на тај начин садржани у ћелијама. Употреба 
окружења пословне архитектуре у еУправи није тако честа као 
употреба окружења интероперабилности, јер су само америчка и 
аустралијска влада биле посвећене развоју и примени овог алата. 
Из упоредне анализе коју је спровео аутор у вези ова два алата, 
могу се приметити основне разлике у: 
• Приступу: окружење интероперабилности има приступ одозго-
надоле  (top/down), док окружење пословне архитектуре има 
приступ одоздо нагоре (bottom/up). 
• Оријентацији: окружење интероперабилности је interface 
оријентисано, јер садржи стандарде (процедуре, информације и 
технологије) да две или више организација успешно спроведу 
интеракцију. Окружење пословне архитектуре користи скуп 
референтних модела  идентификујући заједничка средства и 
оријентисано је ка промовисању поновне употребе средстава. 
• Имплементација: Имплементација окружења интероперабилности 
је мање комплексна имплементација, јер има утицај само 
спољашњи интерфејс организације, зато што свака организација 
задржава пуну надлежност над управљањем својим унутрашњим 
системом. С друге стране, свака организација која користи 
окружење пословне архитектуре мора мапирати сваки елемент који 
је од значаја за предузеће због примене референтних модела, што 
чини имплементацију тежом. 
Закључак је да избор између ова два алата представља 
компромис између тежине  процеса имплементације и циља који је 
потребно постићи. Организациони аспект је такође фактор који утиче 
на избор. Код  јавне администрације са високим степеном 
координације, што је случај агенција у САД, применљиво је окружење 
пословне архитектуре. С друге стране, када јавне администрације 
припадају  различитим нивоима власти, као што је случај код 
Британске владе, или су у различитим земљама, као што је случај у 
програму IDABC, окружење интероперабилност је прави избор. 
 
У раду [Gottschalk 2009]  је дат преглед истраживања 
интероперабилности између јавних и приватних организација. По 
ауторима [Pardo and Tayi, 2007; Wang et al., 2007] то је од пресудне 
важности за унапређење рада еУправе. Данашња размена података је 
често неефикасна и склона грешкама [Eckman et al., 2007]. Размене 
података и услуге су издељени и сложени процеси при којима је 
долазило до техничких и организационих проблема [Gouscos et al., 
2007]. Да би еУправа била успешна, она мора да развије и агилан, 
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окренут потребама грађана, одговоран, транспарентан, ефикасан 
систем услуга и процеса које обавља влада [Scholl and Klischewski, 
2007].  
Интеграција ресурса владиних података и процеса које их 
обрађују, а тиме и интероперабилност независних информационих 
система, од суштинског су значаја за постизање ових циљева. Ипак, 
већина напора који се примењују за постизање интеграционих и 
интероперабилних система суочавају се са озбиљним изазовима и 
ограничењима. Сврха овог рада је да дефинише ниво достигнутог 
квалитета (зрелости) интероперабилности у дигиталној влади. 
Идентификујући нивое развоја, научници и практичари имају оквир у 
којем могу да дају дијагнозу тренутног стања и план за будућа 
побољшања интероперабилности. Конкретно, циљ овог концептуалног 
и истраживачког рада је да се идентификују питања и развије модел 
интероперабилности на основу ових нивоа достигнућа у развоју и 
примени интероперабилности. Питање одакле су аутори започели 
истраживање било је: Како могу побољшања интероперабилности у 
дигиталној Влади бити конципирана у смислу нивоа развоја и 
достигнућа интероперабилности (зрелости интероперабилности)? 
Scholl and Klischewski [2007] су дали списак списак девет 
ограничења која утичу на интеграцију и интероперабилност сервиса 
Владе. Ова ограничења морају се разматрати у различитим фазама. 
Ограничења су: (1) уставна и/или правна ограничења, (2) ограничења 
надлежности, (3) колаборативна, (4) организациона, (5) информациона, 
(6) менаџерска, (7) ограничења трошкова, (8) технолошка, и (9) 
ограничења перформанси. Иако се нека од наведених ограничења могу 
лако превазићи, нека треба размотрити у пуном смислу њихове 
сложености приликом идентификовања оптималног нивоа 
интероперабилности.  
Илустровано на слици 4.2., семантичка интероперабилност се 
дефинише као мера у којој су информациони системи који користе 
различиту терминологију, у стању да комуницирају.  
 106 
 
Слика 4.2. Нивои интероперабилности 
 
Идентификовано је пет нивоа интероперабилности: (1) 
рачунарска интероперабилност, (2)  интероперабилност процеса, (3) 
интероперабилност знања, (4) интероперабилност вредности, и (5) 
интероперабилност циља, респективно. Међутим, тек се помоћу 
емпиријских истраживања може утврдити у којој мери овај теоријски 
модел постоји у владама широм света. За емпиријска истраживања ће 
бити потребно да се идентификују карактеристике и њихове вредности 
у свакој фази. На пример, улога технологије и улога менаџмента ће се 
променити из једног нивоа на други. 
 
У раду [Bednar et al. 2008]  је описана семантичка интеграција 
сервиса еУправе у Шлезвиг-Холштајну [Schleswig-Holstein]. 
Семантичка интеграција сервиса еУправе у овом контексту значи да се 
све релевантне информације, које се обрађују како би била омогућена 
размена информација и руковање процесима путем беспрекорних 
сервиса, заснивају на успешном посредовању и/или значају обрађених 
података за кориснике услуга (грађана, предузећа, чак и других 
административних јединица) и / или пружалаца услуга (једна или више 




Немачка савезна држава Шлезвиг-Холштајн састоји се од 1120 
општина, које припадају у једанаест различитих округа. Док веће 
општине имају своју администрацију, постоји више од 900 мањих 
општина где више општина деле заједничку управу. Све ове управе 
нуде низ услуга својим грађанима, као што су издавање личних 
докумената, пасоша, картица пореских зарада, као и издавање 
различитих врста сертификата или регистрација предузећа, промена 
места пребивалишта, пријава и смрти, рођења и сл, што доводи до 
великог броја општинских сервиса услуга широм државе. Поред ових, 
постоје сервиси који се користе и на услузи су грађанима само на 
нивоу округа, односно на државном и националном нивоу. 
 
Ослањајући се на архитектуру информација и концепте 
квалитета информисања, Клишевски и Укена (Klischewski and Ukena), 
увели су приступ вођен захтевима за пројектовање интерфејса сервиса 
еУправе заснован на информационим потребама корисника. 
Предложени начин пројектовања предлаже административним 
јединицама да се фокусирају на планирању и заједничком разумевању 
грађана (или предузећа). 
 
Овај приступ је примењен како би се одговорило на изазове 
интеграције у Шлезвиг-Холштајну и да се побољша семантичка 
интероперабилност укључених техничких система. За сваки од корака 
описани су алати који су коришћени за добијање резултата, као и 
специфични проблеми са којима се суочавало током примене описаног 
приступа. 
 
Циљ теста примењеног у Шлезвиг-Холштајну је био да се 
обезбеди учешће јавне управе, како би се укључила њена стручност у 
домену дизајна онтологије, да процени да ли су испуњени захтеви 
грађана и службеника управе, и да тестира компоненте у реалном 
свету. Конкретно, тестирањем и проценом, било је потребно 
верификовати: 
 да ли квалитет информација задовољава захтеве корисника 
информација,  
 да ли су информације обезбеђене у таквим јединицама у 
семантички означеним компонентама које се могу приказати 
на довољно структуиран начин, и 




У раду [UNDP 2007]  су дате смернице за интероперабилност 
еУправе. Искуства стечена у оквиру Програма развоја Уједињених 
нација (United Nations Development Programme - UNDP) у области 
увођења еУправе идентификују као један од кључних изазова 
„крпљење‖ ИКТ решења у различитим државним органима који нису у 
могућности да међусобно  размењују податке. 
У процесу дигитализације, постојећи процеси и системи 
државних органа се у многим случајевима радије ојачавају, него што 
се суштински трансформишу. Као резултат тога, чак и после  увођења 
ИКТ, грађани су приморани и даље да посећују различита одељења 
државних органа који пружају јавне услуге, пошто њихови системи 
нису међусобно повезани. 
Неопходно је да се еУправа лако трансформише и да у пружању 
јавних услуга буде фокусирана више на грађане, него на државне 
органе. Зато су улагања у развој оквира за интероперабилност еУправе 
од фундаменталног значаја. У супротном, чак и милиони долара 
потрошени на увођење еУправе ретко могу довести до доброг 
управљања и остварења стратешких циљева у области еУправе. 
UNDP је основао Студијску групу владиних стручњака из 14 
земаља (Бразил, Канада, Кина, Египат, Индија, Индонезија, Малезија, 
Холандија, Нови Зеланд, Филипини, Јужна Африка, Шри Ланка, 
Тајланд и Вијетнам), уз подршку тима стручњака из компанија IBM, 
Oracle и International Open Source Network, са циљем да помогне 
земљама, посебно оним у азијско-пацифичком региону и да промени 
тренд прекинутих и неуспешних ИКТ пројеката развојем и 
промовисањем Оквира за интероперабилност државних органа 
(Government Interoperability Frameworks - GIF). Радећи заједнички, ова 
група је прегледала постојеће GIF, искуства добре праксе у области 
интероперабилности, као и стратегије и политике за промовисање 
отворених стандарда. Своје закључке Студијска група је формулисала 
у облику  смерница, које су груписане у серији од три GIF 
публикације. 
Три публикације о интероперабилности еУправе (Преглед, 
Смернице [UNDP 2007]  и Ревизија GIF у одређеним земљама) имају 
за циљ да помогну земљама које се труде да успоставе или унапреде 
оквире за интероперабилност ИКТ ради боље испоруке сервиса 
еУправе. Ова серија публикација треба да помогне бољем разумевању 
интероперабилности еУправе, њеног значаја и начина на који владе 
могу да побољшају или почну да развијају своје GIF. 
На регионалној конференцији о отвореним стандардима, која је 
одржана у Бангкоку 2006. године у организацији UNDP Азија – 
 109 
Пацифик, учесници су се сложили да политике интероперабилности 
које су усвојене на нивоу влада доносе велике предности у развоју 
еУправе и да, ако владе појединих земаља то још нису учиниле, оне 
треба да размотре и формулишу своје одговарајуће GIF у што краћем 
року. 
 
Смернице за интероперабилност еУправе [UNDP 2007]  
обухватају следеће компоненте:  
1) Предности које доноси интероперабилност за еУправу  
2) Контекст GIF (дефиниције, циљеви, принципи, приступ, подлоге, 
учесници, корисници, користи и однос са другим иницијативама) 
 Приступ и обим GIF 
 Отворени стандарди 
 Принципи интероперабилности 
 Усклађивање са националним стратегијама 
3) Технички садржај GIF 
 Стандардне категорије интероперабилности 
 Стандарди за избор интероперабилности  
4) Процес развоја GIF  
 Актери развоја GIF 
 Креирање GIF 
 Ревизија GIF 
5) Имплементација и управљање GIF 
 Одговорности државних органа и агенција 
 Сагласност 
 Извршење 
 Развој капацитета 
 Метрика 
6) Интероперабилност архитектуре 
 Дефинисање пословне архитектуре и сервисно оријентисане 
архитектуре 
 Циљеви 
 Принципи архитектуре  
 Технички садржај 
 Развој и дизајн 
 Имплементација и управљање 
 
Као закључак, у Смерницама се истиче: да би се омогућила 
интероперабилност између државних органа, не треба почети од 
технологије. Треба почети од стратешког оквира владе и визије и 
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циљева њених лидера. Ово још више важи за земље у развоју, са 
владама које су већ објавиле своје главне циљеве развоја и које 
краткорочно и средњорочно настоје да смање сиромаштво и 
побољшају добро управљање. 
У „Смерницама за интероперабилност еУправе‖ образложена је 
свака од наведених GIF компоненти и наведене су неке студије 
случаја. Приказан је табеларни преглед опсега GIF у појединим 
државама (Табела 4.3.) 
 
Табела 4.3. Опсег GIF разних држава 
 G2G G2C G2B G2Org G2OG Други 
Аустралија +      
Бразил + + + + + 
стране 
организације 
Данска +      
Немачка + + +    
Малезија + + +  +  
Нови Зеланд +      
Велика 
Британија 
+ + + + + посредници 
Принципи различитих GIF приказани су у Табели 4.4. 
 





























































































Аустралија + + + + + +  
Бразил + +  + +  + 
Данска + + + +  +  
Немачка + + + +    
Малезија +   + +   
Велика 
Британија 
+ +  + +   
ЕУ +  + +  + + 
 
Интероперабилност еУправе стално добија на важности и 
постаје питање од круцијалног значаја, посебно за земље у развоју које 
су се посветиле реализацији миленијумских циљева развоја [Wikipedia 
n.d.c] (Millennium Development Goals) [UN 2015 MDG] до 2015. године.  
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Владе треба да се залажу за интероперабилност из више разлога: 
 интероперабилност еУправе води бољем доношењу одлука. 
 интероперабилност омогућава бољу координацију програма и 
сервиса државних органа, у циљу пружања квалитетнијих 
услуга грађанима и фирмама. Интеропербилност омогућава да 
се боље осмисле пројекти и да се избегне планирање истих или 
сличних пројеката.  
 интероперабилност представља основни предуслов за 
реализацију „једношалтерских‖ сервиса (који су фокусирани 
на грађане), коришћењем различитих канала испоруке.  
 интероперабилност доводи до уштеда и смањења трошкова.  
 интероперабилност такође промовише међународну сарадњу 
(сарадњу између влада и државних органа различитих земаља).  
Земљама у развоју се пружа могућност да, коришћењем 
искустава развијених земаља, избегну њихове грешке у развоју 
еУправе.  
У раду [Goldkuhl 2008] се полази од тога да је најнапреднија 
фаза у развоју еУправе, степен интегрисаних еУслуга. Овај четврти 
ниво развоја обухвата хоризонталну интеграцију јавности/грађана и 
агенција које пружају услуге грађанима преко информационих 
система. 
Дефинисани су различити слојеви интероперабилности (табела 
4.5.). 
 







између различитих закона односно прописа 
Организациона 
Међупроходност у циљевима и процесима 
рада 
Аксеолошка 
Међупроходност у вредностима и 
циљевима 
Когнитивна Међупроходност у мисли и перцепцији 
Интрапроцесуална 
Међупроходност између интерних процеса 
рада 
Интеракциона Међупроходност у интеракцијама 
Семантичка 
Међупроходност у језику (концепти / 
терминологија) 
Техничка Међупроходност у техничкој опреми 
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На пример, веома је важна судска/правно интероперабилност, 
како не би били некомпатибилни прописи и нејасан правни статус. 
Значи потребни су законски предуслови за интероперабилност.   
 
4.4. Стандарди оквира за интероперабилност 
еУправе 
 
Стандардизација је један од основних предуслова успостављања 
интероперабилности. Постоји више дефиниција стандарда а једна 
дефиниција каже стандард је „ништа више од договора између 
независних страна о томе на који начин ће обавити неки задатак‖ 
[Bloomberg & Schmelzer 2006]. Технички, то је „оквир спецификација 
које је одобрила призната  организација, или је опште прихваћен и 
широко се користи у индустрији‖ [Nah Soo 2006].   
Успостављање мета-података и стандарда који омогућавају 
размену података, и то пре увођења дигитализације и аутоматизације, 
ће бити средство за имплементацију интероперабилности у 
будућности. 
 
Стандарди који најбоље промовишу интероперабилност су 
отворени стандарди. 
 
Главне карактеристике отворених стандарда су [Perens n.d.]: 
• Доступност - расположивост за све да читају и 
имплементирају. 
• Максимизирање могућности избора за крајње кориснике - 
креирање  конкурентног тржишта за имплементације стандарда. Они 
не везују купца за одређеног продавца или произвођача. 
• Нема накнаде - бесплатан за имплементацију, без накнаде. 
Сертификат о усаглашености са стандардом неких организација може 
укључити накнаду. 
• Нема дискриминације - не фаворизује ниједног 
имплементатора над другом из било ког другог разлога, изузев 
техничких стандарда усаглашености са одређеном имплементацијом 
(важи за стандарде и организације које их спроводе). Сертификација 
организације мора да обезбеди ниске или никакве трошкове за 
валидацију имплементације, али такође се могу обезбедити 
побољшане услуге сертификације. 
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• Проширење или подскуп - имплементације могу бити 
проширене или понуђене као подскуп. Међутим, организације које 
врше сертификацију могу одбити да  сертификују имплементацију 
подскупа, и могу да поставе захтеве за проширења. 
• „Предаторске‖ праксе - могу се имплементирати услови 
лиценцирања тако да штите од субверзије стандарда по принципу 
тактике „прихвати и прошири‖. Лиценце придружене стандарду могу 
захтевати објављивање референтних информација о проширењима и 
дозволу за све остале за креирање, дистрибуцију и продају софтвера 
који је компатибилан са проширењима.  
 
У општем случају, стандарди који су усвојени у постојећим GIF 
покривају три димензије интероперабилности: 
• Пословни процес или организациона интероперабилност; 
• Информације или семантичка интероперабилност, и 
• Техничка интероперабилност. 
Домени операбилности различитих GIF приказани су у Табели 
4.6. 
 
Табела 4.6. Домени операбилности различитих GIF 
 Организациона Информациона Техничка 
Аустралија   да 
Бразил   да 
Данска у плану у плану да 
Немачка да да да 
Малезија   да 
Нови Зеланд   да 
Велика 
Британија 
  да 
ЕУ да да да 
 
Аустралија, Бразил, Данска, Малезија, Нови Зеланд и Велика 
Британија су проблему интероперабилности приступиле са аспекта 




































































































































Аустралија + + + +   + 
Бразил + + + +   + 
Данска + + + + + + + 
Малезија + + + +   + 
Нови Зеланд + +  + +  + 
Велика Британијa + + + + +   
 
Табела 4.8. Зрелост и застарелост стандарда 


















Аустралија + + + 
Бразил + + + + + 
Данска + + + + + 
Немачка + + + + + + 
Нови 
Зеланд 
+ + + +  + 
Велика 
Британија 
+ + + +   
 
Развојни процес GIF може да обухвата: развој и ревизију 
процеса, улоге и одговорности, као и механизме за консултације 
(Табела 4.8.). 
 
Табела 4.9. Улоге и одговорности за развој GIF од верзије 0. до 1. 
Улоге Одговорности 
Успостављање GIF секретаријата Водећи ауторитет 
Израда акционог плана, распоред, рокови, 
радне групе 
GIF секретаријат 
Прегледа других GIF-ова, интерних потреба и 
националних ИКТ стратегија 
GIF секретаријат 
Иницијални нацрт GIF GIF секретаријат 
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Улоге Одговорности 
Нацрт принципа, дефиниција, циљева и 
критеријума за избор 
Радне групе 
Објављивање 0. верзије  за консултације или 
неформалне прегледе 
GIF секретаријат 
Захтев за укључивање и допринос  стручњака, 
других владиних агенција, индустрије, јавности 
GIF секретаријат и радне 
групе 
Измене и допуне  нацрта 0. верзије  ради 
потпунијег укључивања свих доприноса и 
комплетнијег приказа техничких садржаја 
GIF секретаријат и радне 
групе 
Захтев за мишљење експерата, итд GIF секретаријат 
Поново израда нацрта в0.5 да се уграде сви 
доприноси, прецизирају начела, технички 
садржаји и додају руководеће структуре 
GIF секретаријат и радне 
групе 
Објављивање в0.9 ради одобрења 
GIF секретаријат и радне 
групе 
Поново израда нацрта в0.5 да се уграде 
доприноси, прецизирају начела, технички 
садржаји и руководеће структуре 
GIF секретаријат 
Одобравање документа 
Министар, Кабинет (по 
потреби) 
Објављивање в1 политике за употребу Водећи ауторитет 
 
Слична, али по мишљењу аутора ове тезе, конзистентнија 
систематизација e-GIF стандарда и протокола из аспекта еУправе дата 
је у извору [COMESA n.d.].  
 
Овај извор категорише e-GIF стандарде и протоколе полазећи од 
модела базираног на слојевима и претпоставке да се протоколи 
користе да дефинишу понашање при комуникацији у реалном времену 
а стандарди за управљање структуром информација које се трајно 
складиште.  
Према овом извору e-GIF поседује следеће четири основне 
структурне компоненте слојева: 
 Мрежа: Покрива детаље преносa података, као што су мрежни 
протоколи. Ово је кључно подручје за интероперабилност. Без 
договора о мрежним стандардима, тешко је или немогуће 
омогућити аправити системима да комуницирају. e-GIF  
користи подскуп широко доказаног пакета Интернет 
Протокола 
 Интеграција података: Олакшава интероперабилност 
размене података и обраде. Ти стандарди дозвољавају размену 
података између различитих система. 
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 Пословни сервиси: Подржава размену података у појединим 
пословним апликацијама. Неки од стандарда у овом слоју су 
генерички, који покривају више пословних информационих 
садржаја. Други задатак ових стандарда је да дефинишу 
значење података и  мапирање да употребљиве  пословне 
информације. 
 Приступ и презентација: Обухвата како корисници 
приступају и представљају пословне системе. 
 
Све структурне компоненте потребно је стандардизовати по следећим 
аспектима:  
 Безбедност: Покрива све слојеве, тако да одражава чињеницу 
дае безбедност треба да буде пројектована у систему, а не да се 
додаје као посебан  слој на врху. e-GIF  садржи стандарде на 
различитим нивоима дизајниране да понуди различите нивое 
безбедности на одговарајући начин. 
 Добре праксе: Ово је нова категорија за помоћ читању  e-GIF 
објављених стандарда из најбоље праксе, правила праксе, и 
других  упутстава. Објављени стандарди сами по себи не 
обезбеђују интероперабилност. Они само нуде заједнички 
приступ управљању и разумевању садржаја размене 
информација 
 Сервиси еУправе: То су стварне имплементације 
информационе и комуникационе технологије и 
инфраструктуре. 
 Веб сервиси: Web Services повезују услуге  и омогућавају да 
раде заједно. Они су у настајању скуп стандардизованих 
апликација за повезивање и интегрисање web базираних 
апликација преко Интернета. Коришћењем најбољих пракси 
имплементације, може се договорити заједнички приступ у 
пружању услуга. 
 
Руководећи се потребом да је e-GIF окружењем потребно 
управљати тако да се прате технолошке промене и вишеструким 
стандардим који су применљиви на слојеве/аспекте  извор препоручује 
да агенције које сарађују на пројектима интероперабилности усагласе 
своје ставове или да користе технологије мапирања за постизање 
интероперабилности.   
Практичне препоруке за избор стандарда су следеће: 
• Прво консултовати агенције чије функције и услуге су у 
узајмној вези, 
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• Затим, заједно у сагласности са стандардом, размотрити ниво 
компатибилности: 
• Користити Препоручени (Recomended) стандарда ако 
се може, они су генерално новији и мање подложни 
застаревању од других стандарда. 
• Ако не може да се користи Препоручени стандард,  
користити Усвојен (Adopted) стандард. 
• Ако сe не може користити ни Препоручени ни Усвојен  
стандард, користити било који важећи развојни 
стандард.  
• Документовати их као део стандарда развојног процеса. 
• Избегавати употребу застарелих стандарда. 
 
На крају, извор идентификује e-GIF стандарде за сваки од 
слојева/аспеката на следећи начин.   
 
Мрежа 
Ова компонента покрива детаље преноса података, као што су 
мрежни протоколи, што је кључно подручје за интероперабилност. 
Они укључују: 
 Network Protocols (мрежне протоколе) 
 Directory Protocols (директоријумски протоколи) 
 File Transfer Protocols (протколе за пренос података) 
 Mail Transfer Protocols (протоколе за пренос поште) 
 Registry Services (регистарски сервиси) 
 Time Protocols (временске протоколе) 
 Messaging Transport (транспорт порука) 
 Messaging Formats (формат порука) 
 Digital Radio Communications (дигитални радио). 
 
Интеграција података 
Обухваћени су стандарди у области размене података и процеса. 
Они укључују: 
 UNICODE (Стандард за кодирање) 
 HТМL - Hyper Text Markup Language (Структурни језик за web 
документа) 
 Schema Definition Languages (XML - Extensible Markup 
Language Језици за дефинисање шема) 
 Document Type Definition – DTD, XML Schema (Језици за 
дефинисање структуре докумената) 
 Structured Data (XML) 
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 Batch/Bulk Data (XML) 
 File Compression (ZIP) 
 File Archiving (TAR – Tape Archiver) 
 
Пословни сервиси 
Компонента се односи на описивање услуга и података из 
пословне тачке гледишта, тј мапирање техничке компоненте за 
корисне пословне информације. Обухвата: 
 Метаподатке 
 Namespace (Простор имена) - WWWCSD-World Wide Web 
Consortium Schema Definitions 
 Шеме (UBL, WWWCSD) 
 Структуирани опис података (XML) 
 Име и адресу 
 Extensible Name and Address Language - xNAL  (Прошириво 
име и језик адресе) 
 Додатне информације 
 Customer Relationship (CIQ – Customer Information Quality, 
Extensible Customer Relationship Language – xCRL) 
 eСервисе (eУчење, eЗдравство, eПартиципацију, eПословање 
итд.) 
 Пословно извештавање 
 Directory Services (Директоријумске сервисе) 
 Статистичке податке 
 GML- Geography Markup Language (Гео податке и 
информације) 
 Registry Services (Регистарске сервисе) 
 Instant Messaging (XML Protocol) 
 Voice over Internet Protocol (VOIP) 
 Electronic Archives (Дигитализација) 
 
Приступ и презентација 
Компонента обухвата стандарде и смернице путем којих 
корисници приступају пословним системима. У њих спадају: 
 презентација Web странице (помоћу HTML, XHTML, GIF, JPG, 
PDF, итд.) 
 Web дизајн и одржавање 
 обрасци 
 стандарди за аутентификацију (online услуге, докази о 




У е-GIF-у (UK eGovernment Interoperability Framework) 
наглашено је да безбедност обухвата све слојеве, односно да мора да 
буде јединствено третирана приликом дизајнирања целокупног 
система, а не као издвојен слој. Безбедност се може посматрати кроз 
четири главна аспекта:  
 Поверљивост: осигурава да информацијама приступају само 
они који су овлашћени да имају приступ тим информацијама. 
 Интегритет: осигурава да се не врше измене над 
информацијама без знања и индикације да се те измене 
дешавају .  
 Доступност: осигурава да овлашћени корисници када је то 
потребно имају приступ информацијама и повезаним 
активностима.  
 Одговрност: способност система да прати ко приступа 
подацима, ко спроводи трансакције или врши измене на 
систему.  
Стандарди који спадају у слој безбедности су: 
 Политика (National IT Security Framework – Оквир државне ИТ 
безбедности) 
 Мрежа (SSL - Secure Sockets Layer, HTTPS -   HyperText 
Transfer Protocol који прелази преко SSL-а, итд.). Користи се за 
пренос било које количине шифрованих података између web 
претраживача и web сервера преко TCP/IP протокола, а може 
се такође користити за безбедан TCP пренос (нпр. VPN)  
 Интеграција података 
 Web сервиси 
 Пословни сервиси (SEEPKI - Secure Electronic Environment 
Public Key Infrastructure, SEEMAIL – Secure Electronic 
Environment mail) 
 Инфраструктура јавног клјуча - Public Key Infrastructure (PKI) 
 
Добре праксе 
Овај део представља међународне стандарде и локалне 
конвенције који се односе на добру праксу за остваривање 
интероперабилности, а не на саму размену података. При томе, те 
добре праксе могу да буду специфичне за појединачне кориснике све 
док је обезбеђена интероперабилност у целини. У стандарде спадају: 
 Управљање дигиталним правима - Digital Rights 
Management (DRM), скуп технологија дизајнираних за 
укључивање и спровођење сталних рестрикција приступа 
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дигиталним информацијама, онако како је власник 
информација то навео. 
 Поверљиво рачунарство, комбинација апликација које 
подржавају хардвер и софтвер која обезбеђује да се подацима 
не може приступити осим у случају када кориснички систем 
функционише очекивано и није неовлашћено употребљаван. 
 Процес, омогућава корисницима да опишу активности 
пословног процеса као web сервисе и да дефинишу како се они 
могу повезати како би извршили одређене задатке, дефинише 
методе и функционалне компоненте за широку, више-
платформску, вендорски неутралну међусекторску 
имплементацију Web сервиса, итд. 
 XML трансформација података, језик који се користи за 
трансформацију XML докумената у друге XML документе  
 Моделовање података, дијаграми ентитета и релација за за 
визуалну репрезентацију модела података.  
 Обрада структурираних података, парсер за рад са великим 
количинама поновљивих података. Отворени стандард за 
навигацију и ажурирање XML докумената. 
 Биометрија, ISO/IEC 19794 – делови од 2 до 6:2005 
Information technology Информациона технологија – формати 
за размену биометријских података. Користе се за контролу 




е-GIF (UK eGovernment Interoperability Framework) посебно 
третира web сервисе пошто садрже више делова слојевитог модела. 
Важно је да се произвођачи и корисници web сервиса договоре о 
имплементацији и о значењу података. Ови стандарди укључују: 
 Откривање сервиса (UDDI – Универзални опис, откривање и 
интеграција), отворени стандард за описивање, објављивање и 
откривање софтверских компоненти заснованих на мрежи. 
 Описивање сервиса (WSDL – Описни језик за Web сервисе) 
 Приступ сервисима (SOAP – протокол) 
 Размена порука (XML) 
 Bезбедност (WSS – безбедност Web сервиса) 
 усаглашавање (WS-i –Организација нтероперабилности  Web 
сервиса Основни Профил). Састоји се од скупа принципа који 
се односе на укључивање отворених стандарда у технологију  
web сервиса.  
 121 
 
Основни тест интероперабилности система, предложили су John 
Hamilton, Jerome Rosen и Paul Summers у раду „Развијање метрике 
интероперабилности‖ („Developing Interoperability Metrics‖). Они 
предлажу следеће критеријуме на основу којих се може утврдити да ли 
постоји интероперабилност.  
Интероперабилност постоји, уколико је испуњен бар један од 
следећих услова [Hamilton, Rosen & Summers n.d.]: 
• Генерисање података које користи други систем; 
• Обрада или коришћење података које генерише други систем; 
• Ослањање на други систем за достављање података, или 
• Извршавање софтвера на истој платформи коју има други 
систем. 
 
GIF дефинише следеће принципе архитектуре за постизање 
интероперабилности: 
 Подстицати различитост  
 Развити модуларне архитектуре 
 Подстицати дељење 
 Развијати компетенције 
 Подстицати формирање коалиције 
 
Основни принципи на којима се развија интероперабилност су: 
скалабилност, могућност поновног коришћења, флексибилност, 
отвореност и безбедност. Задовољавање наведених основних 
принципа интероперабилности, у овом тренутку, обезбеђује Сервисно 
оријентисана архитектура (Service-Oriented Architecture SOA). То је 
„широко коришћена ИТ архитектура која промовише слабу 
повезаност, поновно коришћење и интероперабилност између 
различитих система‖ [Biebertein et al. 2006]. 
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5. МОДЕЛ РЕАЛИЗАЦИЈЕ еУПРАВЕ У 
ВОЈВОДИНИ 
 
У овом поглављу је  описана спецификација захтева и модел 
реализације еУправе у АП Војводини. Детaљно су описани 
надлежности и организација, развој људских ресурса и обуке, 
комуникациона инфраструктура, методологија развоја софтвера, јавни 
сервиси, софверска архитектура, стандарди и интероперабилност као и 
информациона безбедоност.  
 
5.1. Надлежности и организација 
 
Надлежност и организација је од пресудног значаја за успешну 
имплементацију еУправе и могу се разматрати кроз два нивоа 
еУправе: национална еУправа и регионална и локална еУправа. 
Аспекти надлежности у јавној управи обухватају: 




 финансијски надзор  и 
 заштиту података. 
 
У организационој структури постоје три нивоа: 
 ниво централне управе, 
 ниво регионалне управе, и 
 ниво локалне управе. 
За сваки аспект надлежности је дато стање у земљама ЕУ 
(поглавље 3.2) и Републици Србији (поглавље 3.4). У поглављу 6.1 је 
као студија случаја описано стање надлежности и организације у 




5.1.1.Креирање политике и стратегије 
 
ЕУ: Надлежности регионалног и локалног нивоа у домену 
креирања политике и стратегије варирале су од врло малих (Мађарска, 
где се готово све надлежности делегирају телима централне управе) до 
изузетно великих (Немачка, где надлежности за креирање политике 
еУправе припадајау савезним државама а на нивоу централне управе 
врши се координација).  
Србија: За дефинисање политике/стратегије развоја електронске 
управе данас у Србији не постоји изричита законска надлежност ни 
код једног државног органа нити тела, на националном нивоу. За 
дефинисање политике/стратегије развоја информационог друштва 
надлежно је Министарство науке и заштите животне средине. 
Стратешко управљање реформом државне управе поверено је 
Владином Савету за реформу државне управе, на чијем је челу 
председник Владе, а у чији састав улазе министри кључних 
министарстава. На оперативном нивоу, управљање реформама је 
поверено Министарству за државну управу и локалну самоуправу. 
Републички завод за информатику и Интернет, као посебна 
организација, надлежан је за унапређивање, развој и функционисање 
информационог система државних органа, локалне самоуправе и 
јавних служби.  
 
5.1.2. Послови координације 
 
ЕУ: најчешће се реализују кроз посебно дефинисане пројекте – 
платформе које се воде на националном нивоу и у којима учествују 
представници свих нивоа управе. При томе се одговорност за 
координацију на нивоу покрајина и општина делегира на одговарајући 
управни ниво (регионални/локални).  
Србија: У Србији не постоји ни једно међуресорско тело на 
националном нивоу које је надлежно да координира активности на 
развоју информационог друштва и електронске управе у националним 
оквирима. Међуресорска тела нису институционализована ни на нивоу 
надлежних органа, каква је пракса у појединим земљама. Не постоји 
ни заједничко тело Министарства науке и заштите животне средине, 
Републичког завода за инфораматику и интернет и Управе за 
заједничке послове републичких органа, ради усклађивања годишњих 
планова и програма рада у овој области. 
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5.1.3. Послови имплементације 
 
ЕУ: На регионалном/локалном нивоу већина земаља ове послове 
делегира на региналне/локалне органе управе и посебно формирана 
одељења на регионалном/локалном нивоу.  
Србија:За имплементацију пројеката од заједничког значаја 
(рачунарска мрежа државних органа, Интернет домен државних 
органа) задужена је Управа за заједничке послове републичких органа, 
Сектор за информатику, телекомуникације и Интернет. 
Имплементацију пројеката од значаја за поједине државне органе врше 
ИКТ сектори односно друге организационе јединице у појединим 
државним органима. Имплементацију појединих пројеката у државним 
органима пружају и ИКТ компаније, на основу уговора.  
 
5.1.4. Послови подршке 
 
ЕУ: Подршка се и на регионалном/локалном нивоу обезбеђује, 
најчешће, кроз посебно формиране институције (службе, агенције) на 
регионалном/локалном нивоу. 
Србија: За техничку подршку имплементацији пројеката од 
заједничког значаја (рачунарска мрежа државних органа, Интернет 
домен државних органа) као и за пружање ИКТ подршке републичким 
органима задужена је Управа за заједничке послове републичких 
органа, Сектор за информатику, телекомуникације и Интернет. 
Техничка подршка остварује се у и у оквиру ИКТ сектора у појединим 
државним органима. Подршку пружају и ИКТ компаније, на основу 
уговора. Министарство науке и заштите животне средине, је надлежно 
за обезбеђивање инфраструктуре за имплементацију технологије 
електронског потписа, у складу са Законом о електронском потпису. 
 
5.1.5. Финансијски надзор 
 
ЕУ:Финансијски надзор се остварује преко постојећих служби за 
финансијски надзор. При томе се послови надзора делегирају на 
национални и регионални/локални ниво у равноправном односу 
(половина земаља ЕУ има надзор на националном нивоу, а друга 
половина на регионалном/локалном нивоу).  
Србија: Финансијски надзор се реализује путем управе за јавне 
набавке на основу Закона о јавним набавкама. Ревизију пословања 
државних органа, укључујући и надлежне органе за ИКТ врши 
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Државна ревизорска институција, као самосталан и независан државни 
орган, одговоран Народној Скупштини Републике Србије.  
 
5.1.6. Заштита података 
 
ЕУ : Сви аспекти увођења ИКТ у јавну управу, изузев заштите 
података,  делегирани су на све организационе нивое. Заштита 
података је на националном нивоу. 
Србија : За стручне послове из домена заштите података 
задужен је Републички завод за информатику и интернет. Не постоји 
институција/тело на националном нивоу која је надлежна за 
приватност података. 
 
5.2. Развој људских ресурса и обуке 
 
За успешну имплементацију ИКТ у свим областима од 
пресудног је значаја оспособљеност људи да ове технологије користе. 
У наредним поглављима је детаљно описана спецификација захтева и 
спецификација модела а у поглављу 6.2 је приказана имплементација 
односно студија случаја за развој људских ресурса и обуке у 
покрајинским органима управе. 
 
5.2.1. Спецификација захтева 
 
Предуслов за успешну имплементацију ИКТ у покрајинским 
органима управе  је  оспособити запослене и кориснике да ове 
технологије користе. Потребно је : 
 оспособити покрајинске службенике за коришћење 
система покрајинске еУправе, 
 обезбедити ИТ професионалце који ће бити у стању да 
подрже развој и одржавање покрајинске еУправе,  и  
 оспособити грађане и пословне субјекте за коришћење 
електронских јавних сервиса. 
Такође неопходно је обезбедити стални прилив нових 
стручњака. Стипендирањем и сарадњом са факултетима, као и 
попуњавањем радних места објективно и искључиво на основу 
стручности, знања, искуства и креативности, могло би се доћи до 
јачања људских ресурса у области ИКТ. За сваку категорију 
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запослених у јавној управи требало би да постоје одговарајући 
програми сталне ИКТ едукације.  
 
5.2.2. Спецификација модела 
 
Посебни захтеви и обука за покрајинске службенике 
Покрајинским прописима и актима о унутрашњој организацији 
и систематизацији радних места на свим радним местима 
покрајинских службеника у Скупштини и Влади АП Војводине, је 
прописано, као услов, основни ниво информатичке писмености 
односно сертификат ЕCDL старт.   
Ради стицања потребних знања и вештина, у Влади АП 
Војводине, основан је ЕCDL тест центар покрајинских органа где се 
перманентно врше информатичке обуке и где је омогућен рад на 
рачунарима свима који немају сопствени пословни рачунар. 
У складу с Одлуком о покрајинским службеницима, Програм 
општег стручног усавршавања покрајинских службеника из 
покрајинских органа за сваку годину доноси Влада АПВ, на предлог 
Службе за управљање људским ресурсима, образоване као самосталне 
службе задужене за управљањем људским ресурсима у покрајинским 
органима управе, организацијама и службама.  
 
Посебни захтеви и обука за ИТ професионалце 
Покрајинским прописима и актима о унутрашњој организацији 
и систематизацији радних места на свим радним местима ИТ 
професионалаца у покрајинским органима је као услов прописан 
ECDL core уз стална усавршавања. Преласком на јединствени 
интегрисани информациони систем почела је централизација, што је 
омогућило највиши ниво контролисаног одржавања и развоја, 
усклађеност и јединственост и тимски рад стручњака односно ИТ 
професионалаца.  
Процес учења је доживотан и предвиђени су виши нивои 
школовања. 
 
Посебни захтеви и обука за грађане 
За јавне сервисе које нуди покрајинска управа потребно је 
обезбедити и обуку грађана и привредних субјеката.  
Систем самоучења 
Као основа за самоучење користи се eLearning систем који је 
детаљно описан у поглављу 6.5.1. Садржаје за  eLearning систем 
тренутно прави Сектор за информационе технологије.  
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5.3. Комуникациона инфраструктира 
 
За примену ИКТ у јавној администрацији земаља Европске Уније, 
претпоставља се постојање одређених инфраструктурних објеката од 
којих је одговарајућа комуникациона инфраструктура један од 
најважнијих ресурса. 
 
5.3.1. Спецификација захтева  за комуникациону 
инфраструктуру 
 
Основни циљ, који је требало постићи реализацијом 
комуникационе инфраструктуре, је обезбеђење мрежно 
комуникационих услова за коришћење сервиса интегрисаног 
информационог система органа управе Аутономне Покрајине 
Војводине за следеће кориснике: 
 Органи управе Аутономне Покрајине Војводине 
смештени у објектима Скупштине и Владе Аутономне 
Покрајине Војводине; 
 Органи управе Аутономне Покрајине Војводине 
смештени изван објеката Скупштине  и Владе 
Аутономне Покрајине Војводине;  
 Органи локалних самоуправа на територији Аутономне 
Покрајине Војводине; 
 Друге организације које имају потребу за коришћење 
сервиса органа управе Аутономне Покрајине 
Војводине. 
Поред основног циља, реализацијом модела потребно је да се 
обезбеди инфраструктура органа управе из АПВ, која је услов за: 
 Размену мултимедијалних садржаја унутар органа управе 
из АПВ и са окружењем органа управе из АПВ; 
 Интердисциплинарну сарадњу унутар органа управе из 
АПВ и са окружењем органа управе из АПВ. 
 
Да би се постигли постављени циљеви, модел треба да задовољи 
следеће захтеве: 
 Да дефинише комуникациону инфраструктуру органа 
управе из АПВ; 
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 Да дефинише мрежну инфраструктуру која се једноставно 
проширује; 
 Да дефинише мрежну инфраструктуру која са својим 
капацитетом гарантује остваривање постављених циљева; 
 Да дефинише поуздану и безбедну мрежну 
инфраструктуру. 
Поред тога, модел треба да омогући изградњу комуникационе 
инфраструктуре усклађену са расположивим финансијским 
средствима и да искористи на оптималан начин јавну комуникациону 
инфраструктуру. Због тога је потребно да се моделом омогући фазна 
реализација и даље унапређивање мреже. 
 
5.3.2. Спецификација модела  
 
У овом одељку је дат предлог модела рачунарско-
комуникационе мреже органа управе АПВ. 
Основни циљ, који се постиже реализацијом мреже по овом 
моделу, јесте обезбеђење мрежно комуникационих услова за 
коришћење сервиса интегрисаног информационог система органа 
управе у АПВ, што укључује органе Покрајинске управе и органе 
локалне самоуправе у Војводини  као дела система еУправе АПВ. У 
даљем тесту ће се корисити само термин орган управе из АПВ да 
означи све органе/институције/организационе јединице државне 
управљачко/организационе структуре које су предмет разматрања у 
моделу. 
Реализацијом по овом моделу мора се обезбедити мрежно 
комуникациона подршка за све организационе јединице органа управе 
из АПВ, али и за кориснике које тренутно није могуће прецизно 
уочити, и из овог разлога генерално се дефинишу следеће групе 
корисника: 
 Органи управе из АПВ; 
 Друге организације које имају потребу за коришћење 
сервиса органа управе из АПВ. 
 
5.3.2.1. Могућа техничка решења  
У овом одељку дат је преглед могућих техничких решења за 
имплементацију предложеног модела. У првом делу дат је сажет 
преглед мрежне инфраструктуре еУправе у земљама Европске уније. 




5.3.2.2. Преглед мрежне инфраструктуре еУправе у земаљама 
чланицама Европске уније 
Мрежне инфраструктуре можемо сврстати у два типа, по томе како су 
реализоване: 
 Приватне – Уколико организација, која је корисник мрежне 
инфраструктуре, реализује и управља најмање њеном 
логичком топологијом (од трећег, мрежног, нивоа ISO OSI 
модела, па навише). Физичка тополгија (први и други ниво 
ISO OSI модела), односно, преносни путеви могу да 
припадају организацији-кориснику, али су најчешће 
изнајмљени од провајдера телекомуникационих услуга. 
 Јавне – Уколико се за реализацију мрежне инфраструктуре 
користе услуге интернет провајдера (ISP – Internet Service 
Provider). У овом случају се комуникација одвија преко 
Инернета. 
У земљама чланицама ЕУ мрежна инфраструктура која је 
подршка сервисима еУправе је најчешће реализована као приватна, 
али постоје изузеци. 
 
5.3.2.3. Полазне поставке за израду модела 
Архитектура мреже органа управе из АПВ треба да обезбеди: 
 Неометан проток података 
 Отпорност на отказе критичних сегмената мреже 
 Функционалну аутономност логичких целина мреже у 
условима отказа 
 Могућност једноставне промене физичке конфигурације 
мреже 
 Неометано логичко (ре)конфигурисање мреже 
 Доступност мрежних сервиса у случају покушаја 
нарушавања основне фукционалности било ког дела мреже 
 Дефинисање класификоване доступности логичким 
целинама мреже органа управе из АПВ за сваку 
корисничку групу. 
 
5.3.2.4. Неометан проток података 
Неометан проток података остварује се на бази коректне процене 
саобраћаја на мрежи. Процена саобраћаја подразумева: 
 уочавање сегмента мреже који трпе највећи саобраћај,  
 уочавање сегмента мреже који преносе временски 
критичне податке и 
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 процену очекиваног просечног саобраћаја на сегментима 
мреже. 
На основу процењеног саобраћаја потребно је извршити 
димензионисање пропусне моћи комуникационих канала као и одабир 
комуникационе опреме (усмеравање саобраћаја). Тренутно стање у 
области комуникационих технологија за LAN мреже дефинише 
употребу Ethernet протокола са стандардним интерфејсима који 
дефинишу медијум за комуникациони пут и капацитет 
комуникационих линкова. Стандардни Ethernet интерфејси, 
одговарајући медијуми и капацитети комуникационих путева дати су у 
Табели 5.3.2.4. 
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Одабир комуникационе опреме, поред дефинисања стандардних 
Ethernet интерфејса, може и на друге начине да утиче на неометан 
проток података. Тренутно стање у области комуникационих 
технологија пружа могућност уочавања, обележавања и одређивања 
третмана у току преноса за податке по појединим сервисима. На овај 
начин може се доделити већи приоритет за сервисе који критично 
зависе од проблема са протоком података. Да би се ова могућност 
применила, комуникациони уређаји морају да имају подршку за QoS 
(Quality of Service). 
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Тренутно стање у области комуникационих технологија за WAN 
мреже дефинише употребу дигиталних комуникационих технологија 
које које се користе употребом сервиса институција за пружање 
телекомуникационих и Интернет сервиса. Намећу се технологије 
xDSL, ISDN i Frame Relay за употребу у WAN делу рачунарске мреже. 
У условима у којима технички нису на располагању наведене 
технологије, и за успостављање резервних комуникационих путева 
могу се користити и друге технологије. 
 
5.3.2.5. Отпорност на отказе критичних сегмената мреже.  
Да би се остварила отпорност на отказе критичних сегмената мреже 
потребно је прво уочити критичне сегменте. 
Магистрални комуникациони путеви (примарна звезда) представљају 
критичне сегменте. 
На отпорност на отказе мреже утичу следећи фактори: 
 топологија мреже, 
 карактеристике комуникационих уређаја и 
 исправно функционисање капиталних комуникационих 
уређаја. 
 
Топологија мреже утиче на робусност мреже, јер добро одабрана 
топологија сама по себи повећава степен робусности мреже. 
Узимајући у обзир важеће стандарде који се односе на комуникационе 
системе и рачунарске мреже, топологија звезде намеће се као 
природан начин организовања мреже.  
У топологији звезде имамо могућност постављања алтернативних 
путања од централног чворишта до крајњих тачака кракова звезде. 
Алтернативне путање би требало да буду различити комуникациони 
путеви, у смислу физичког простирања и комуникационе технологије, 
у односу на примарне комуникационе путеве. 
Тренутно стање у области комуникационих технологија пружа 
могућност, везану за карактеристике комуникационих уређаја, 
аутоматске реакције у случају отказа неког од комункационих путева и 
преусмеравање саобраћаја на алтернативни комуникациони пут. Ова 
могућност се може реализовати на мрежном нивоу употребом 
протокола за динамичко рутирање.  
На робусност мреже пресудно може да утиче отказ капиталних 
комуникационих уређаја, посебно критично место је централно 
чвориште. Потребно је предвидети редунданцију уређаја у централном 
чворишту која обезбеђује прихватљив ниво функционалности мреже у 
случају отказа неког од њих.  
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5.3.2.6. Функционална аутономност логичких целина мреже у 
условима отказа. Функционална аутономност у условима отказа 
подразумева несметано комуницирање учесника унутар једне од 
логичких целина у условима отказа, независно од стања мреже ван те 
логичке целине. Функционална аутономност постиже се доследном 
применом топологије звезде на свим хијерархијским нивоима. 
 
5.3.2.7. Могућност промене физичке конфигурације мреже. Ова 
могућност подразумева лако физичко проширивање мреже новим 
целинама као и једноставно одвајање делова мреже који својом 
нефункционалношћу ометају саобраћај на мрежи. Постиже се 
топологијом звезде и примењеним комуникационим уређајима. 
 
5.3.2.8. Неометано логичко (ре)конфигурисање мреже. Неометано 
логичко (ре)конфигурисање мреже подразумева могућност 
динамичког успостављања логичких целина према потреби. Постиже 
се механизмом адресирања елемента мреже и конфигурисањем DNS 
сервера у складу са жељеном логичком архитектуром, као и 
коришћењем комуникационе опреме која подржава употребу 
виртуелних LAN-ова и виртуелних приватних мрежа (VPN). 
 
5.3.2.9.Доступност мрежних сервиса у случају покушаја 
нарушавања основне фукционалности било ког дела мреже.  
Доступност мрежних сервиса у случају покушаја нарушавања основне 
фукционалности делова мреже постиже се дефинисањем политике 
заштите у рачунарској мрежи и применом дефинисане политике 
заштите. 
 
5.3.2.10. Дефинисање класификоване доступности сервисима и 
логичким целинама мреже органа управе.  
Дефинисање класификоване доступности сервисима и логичким 
целинама мреже органа управе из АПВ за сваку корисничку групу 
постиже се дефинисањем корисничких група са дефинисаним 
правима, дефинисањем логичке архитектуре и применом виртуелних 
приватних мрежа VPN. 
 
5.3.2.11. Функције и сервиси које треба да подржи мрежа 
Мрежни сервис подразумева комуникациону, хардверску и софтверску 
инфраструктуру која омогућује реализацију постављеног 
информационог захтева у дистрибуираном рачунарском окружењу.  
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5.3.2.12. Специфичности окружења. Са становишта функција и 
сервиса које треба да подржи комуникациона инфраструктура органа 
управе из АПВ, могући корисници мреже деле се на следеће групе: 
 Организације корисници који су део органа управе из АПВ; 
 Друге организације које имају потребу за коришћење сервиса 
органа управе из АПВ; 
 Служба задужена за одржавање и развој комуникационе 
инфраструктуре органа управе из АПВ. 
 
5.3.2.13. Функције и сервиси корисника  
Под Приватном мрежом органа управе из АПВ подразумева се 
укупност инфраструктурних, комуникационих и рачунарских 
(хардверских и софтверских), и информационих ресурса над којима 
органи управе из АПВ имају потпуну контролу или су им уступљени 
на ексклузивно коришћење и који подржавају мрежне сервисе органа 
управе из АПВ. 
Да би се информационо подржало управљање органа управе из 
АПВ, као јединственог система који функционише у дефинисаном 
окружењу, потребно је реализовати рачунарску мрежу органа управе 
из АПВ која омогућује остваривање: 
1. Интерних мрежних сервиса  
2. Екстерних мрежних сервиса  
Интерни мрежни сервиси обухватају све сервисе који се, са 
становишта потребних ресурса, у потпуности остварују у оквиру 
приватне мреже органа управе из АПВ. Корисници интерних мрежних 
сервиса могу да буду интерни (из приватне мреже органа управе из 
АПВ) или екстерни (ван приватне мреже органа управе из АПВ). 
Екстерни мрежни сервиси обухватају све сервисе који се, са 
становишта потребних ресурса, не могу у потпуности остварити у 
оквиру приватне мреже органа управе из АПВ. Захтеви које опслужују 
екстерни мрежни сервиси реализују се и на ресурсима који не 
припадају приватној мрежи органа управе из АПВ. Сви корисници су 
интерни. 
Дакле, ради се о приватној мрежи са функцијама за подршку 
интерним мрежним сервисима, која подржава и сервисе који захтевају 
комуникацију са окружењем. 
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5.3.2.14. Функције и сервиси службе одржавања и развоја 
комуникационе инфраструктуре органа управе из АПВ 
Под Приватном мрежом службе одржавања и развоја 
комуникационе инфраструктуре органа управе из АПВ, подразумева 
се укупност инфраструктурних, комуникационих и рачунарских 
(хардверских и софтверских), и информационих ресурса над којима 
служба одржавања и развоја комуникационе инфраструктуре има 
потпуну контролу и који подржавају мрежне сервисе намењене 
одржавању и развоју комуникационе инфраструктуре објеката органа 
управе из АПВ. 
Да би се информационо подржала функционалност службе одржавања 
и развоја комуникационе инфраструктуре органа управе из АПВ која 
функционише у дефинисаном окружењу, потребно је реализовати 
комуникациону инфраструктуру органа управе из АПВ која омогућује 
остваривање: 
1. Интерних административних мрежних сервиса 
2. Екстерних административних мрежних сервиса  
Интерни административни мрежни сервиси обухватају све 
административне сервисе који се, са становишта потребних ресурса, у 
потпуности остварују у оквиру приватне мреже службе одржавања и 
развоја комуникационе инфраструктуре органа управе из АПВ. 
Корисници интерних мрежних сервиса могу да буду интерни (из 
приватне мреже службе одржавања и развоја комуникационе 
инфраструктуре органа управе из АПВ) или екстерни (ван приватне 
мреже службе одржавања и развоја комуникационе инфраструктуре 
органа управе из АПВ). 
Интерни административни сервиси које мора да подржи мрежа органа 
управе из АПВ су стандардни сервиси за надгледање и управљање 
уређајима, сервиси за приступ подацима и презентацију података 
релевантних за одржавање мреже. Основни протоколи на којима се 
заснивају интерни административни сервиси и корисници који их 
користе су: 
 Telnet – интерни корисници 
 TFTP – интерни корисници 
 FTP – интерни и екстерни корисници 
 HTTP – интерни и екстерни корисници 
 HTTPS – интерни и екстерни корисници 
 SSH – интерни корисници 
 SNMP – интерни корисници 
 RADIUS - интерни и екстерни корисници 
 DNS – интерни и екстерни корисници. 
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Према потреби се могу користити и други протоколи за 
интерне административне сервисе. 
Екстерни административни мрежни сервиси обухватају све 
сервисе који се, са становишта потребних ресурса, не могу у 
потпуности остварити у оквиру приватне мреже службе одржавања и 
развоја комуникационе инфраструктуре органа управе из АПВ. 
Захтеви које опслужују екстерни мрежни сервиси реализују се и на 
ресурсима који не припадају приватној мрежи службе одржавања и 
развоја комуникационе инфраструктуре органа управе из АПВ. Сви 
корисници су интерни. 
Екстерни административни сервиси су стандардни мрежни 
сервиси намењени за приступ подацима и размену података 
релевантних за одржавање мреже. Основни протоколи на којима се 
заснивају екстерни административни сервиси су: 
 WWW 
 FTP. 
Према потреби се могу користити и други протоколи за 
екстерне административне сервисе. 
 
5.3.2.15. Протоколи за реализацију мрежних сервиса 
Ниво преноса. У складу са тренутним стањем и трендовима 
развоја рачунарских комуникација, у комуникационој инфраструктури 
органа управе из АПВ на преносном нивоу треба користити следеће 
протоколе: 
 Ethernet протоколе који на физичком нивоу користе 
стандардом дефинисане интерфејсе са подршком минималне брзине 
преноса података од 100Mb/s, за локалне рачунарске мреже. 
 Ethernet протоколе који на физичком нивоу користе 
стандардом дефинисане интерфејсе са подршком минималне брзине 
преноса података од 10Mb/s, за повезивање тачака мрежа у радијусу до 
10km, ако за то постоје комуникациони предуслови. 
 део протокола преносног нивоа фамилије протокола PPP, 
за повезивање преко WAN веза. За остваривање WAN веза користе се 
расположиве технологије, као што су xDSL, ISDN или Frame Relay. 
Мрежни ниво. У складу са тренутним стањем и трендовима 
развоја рачунарских комуникација, у комуникационој инфраструктури 
органа управе из АПВ на мрежном нивоу треба користити протокол IP 
верзија 4. Имплементацију протокола IP верзије 4 треба извести на 
начин који ће омогућити једноставан прелаз на IP верзију 6. 
Транспортни ниво. У складу са тренутним стањем и 
трендовима развоја рачунарских комуникација, у комуникационој 
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инфраструктури органа управе из АПВ на транспортном нивоу треба 
користити следеће протоколе 
 TCP, 
 UDP. 
Специјалан случај: NetBIOS. NetBIOS протокол и пратеће 
сервисе треба користити искључиво у IP енкапсулацији и преко TCP и 
UDP протокола. Да би се омогућила дистрибуција радних група и/или 
домена на више логичких мрежних сегмената, покривених различитим 
IP подмрежама, а да се задржи могућност једноставног прегледа 
доступних ресурса од стране корисника, код оних корисника који 
захтевају овакву дистрибуцију у оквиру њихове логичке локалне 
рачунарске мреже треба да се користи WINS сервис, уз одговарајућу 
конфигурацију свих клијентских рачунара. 
 
5.3.2.16.Топологија мреже  
За комуникациону инфраструктуру органа управе из АПВ 
користи се топологија звезде са више хијерахијских нивоа, што је у 
складу са важећим стандардима који се односе на комуникационе 
системе и рачунарске мреже и што омогућава следеће: 
 Дистрибуирану организацију администрације мреже; 
 Ефикаснију комуникацију између корисника у оквиру 
једне звезде са центром на првом нивоу хијерахије са минимизованим 
заузимањем ресурса центра звезде; 
 Оптимизацију параметара који се односе на логичку 
архитектуру мреже (агрегација мрежа за потребе динамичких 
протокола за рутирање, делегација зона за потребе DNS-а и сл.) 
 Смањење трошкова за комуникационе линије, јер у 
условима временски расподељеног оптерећења линкова финансијски 
је повољније користити мањи број линкова већег капацитета, на 
релацијама центар првог нивоа са центром звезде, од коришћења већег 
броја линкова мањег капацитета на релацијама од центара другог 
нивоа до центра звезде; 
Топологија комуникационе инфраструктуре органа управе из 




Слика 5.3.2.16. Топологија комуникационе инфраструктуре органа 
управе из АПВ 
 
5.3.2.17. Чворишта комуникационе инфраструктуре органа управе 
из АПВ 
Чворишта комуникационе инфраструктуре органа управе из 
АПВ хијерахијски су организована и деле се у три  групе:  
 главно комуникационо чвориште – Централно чвориште 
 комуникациона чворишта једног или више органа управе – 
  чворишта органа 
 комуникациона чворишта за крајње приступне тачке  
  рачунарске мреже – Приступна чворишта 
Свака група комуникационих чворишта представља један ниво у 
хијерархији физичке архитектуре комуникационе инфраструктуре 
органа управе из АПВ.  
Централно чвориште. Централно чвориште је чвориште које 
повезује сва чворишта органа. У Централном чворишту се налази 
активна опрема која повезује: 
 активну опрему смештену у свим чвориштима органа, 
 активну опрему за подршку вези ка институцији која пружа 
Интернет сервисе, 
 опрему за подршку WAN везама ка институцији која пружа 
телекомуникационе сервисе органима управе из АПВ. 
У Централном чворишту смештена је и пасивна опрема од које 
се пружају магистрални комуникациони путеви до чворишта органа и 
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до институција које пружају телекомуникационе и Интернет сервисе 
органима управе из АПВ. 
Чворишта органа. Чвориште органа је чвориште које повезује 
приступна чворишта и које се повезује са централним чвориштем. У 
чворишту органа налази се активна опрема која повезује: 
 активну опрему смештену у припадајућим приступним  
  чвориштима, 
 активну опрему смештену у централном чворишту, 
 активну опрему за подршку вези ка институцији која пружа  
  Интернет сервисе, 
 опрему за подршку WAN везама ка институцији која пружа  
  телекомуникационе сервисе органима управе из АПВ.  
У чворишту органа смештена је пасивна опрема од које се 
пружају магистрални комуникациони путеви до приступних чворишта 
и до институција које пружају телекомуникационе и Интернет сервисе 
органима управе. 
Приступна чворишта. Приступна чворишта су чворишта која 
повезују крајња корисничка прикључна места и која су повезана са 
чвориштем објекта. У приступним чвориштима налази се активна 
опрема која, преко пасивне опреме, повезује: 
 корисничке радне станице  
 активну опрему у чворишту објекта.  
Од пасивне комуникационе опреме, смештене у приступним 
чвориштима, пружају се приступни комуникациони путеви ка крајњим 
приступним тачкама и завршавају се приватни магистрални 
комуникациони путеви од чворишта органа до приступног чворишта. 
 
5.3.2.18. Преузимање функционалности чворишта са нижих 
хијерахијских нивоа.  
Постоје специјални случајеви када централно чвориште и чворишта 
објекта могу преузети функционалност чворишта са нижих 
хијерахијских нивоа. 
Централно чвориште треба да преузме и подржи 
функционалност чворишта органа за све органе управе из АПВ које 
користе објекат у коме је физички смештено централно чвориште. 
Чворишта органа треба да преузму и подрже функционалност 
приступних чворишта у свим случајевима у којима је локална мрежа 




Комуникациони путеви  
Комуникациони путеви у рачунарској мрежи органа управе из 
АПВ могу се поделити у следеће групе: 
 Приватни магистрални комуникациони путеви, који спајају 
чворишта органа са приступним чвориштима. Приватни магистрални 
комуникациони путеви реализују се оптичким кабловима. 
 Магистрални комуникациони путеви I класе, који спајају 
Централно чвориште са чвориштем органа која у хијерархији под 
собом имају велик број крајњих корисничких прикључних места. 
Магистрални комуникациони путеви могу се реализовати преко 
институција за пружање телекомуникационих и Интернет сервиса или 
употребом приватне комуникационе инфраструктуре. Магистрални 
комуникациони путеви I класе морају се реализовати технологијом 
која обезбеђује брзине преноса података које су карактеристичне за 
LAN технологије. 
 Магистрални комуникациони путеви II класе, који спајају 
Централно чвориште са чвориштем органа која у хијерархији под 
собом имају мали број крајњих корисничких прикључних места. Јавни 
магистрални комуникациони путеви II класе реализују се преко 
институција за пружање телекомуникационих и Интернет сервиса. 
Капацитет ових веза уклапа се у капацитете стандардне за WAN 
комуникационе технологије. 
 Приступни комуникациони путеви, који спајају приступно 
чвориште са крајњим корисничким прикључним местом. Приступни 
комуникациони путеви реализују се са бакарним паричним кабловима. 
 Бежични комуникациони путеви који спајају један или 
више корисничких бежичних мрежних адаптера са крајњим 
корисничким прикључним местом. 
 
5.3.2.19. Логичка архитектура мреже 
Логичка архитектура мреже мора да омогући: 
 организацији-кориснику: експлоатацију ресурса мреже у 
складу с његовим потребама. Једина ограничења која се постављају 
организацији-кориснику су она чије би заобилажење утицало на 
перформансе, безбедност или интегритет целокупне мреже; 
 служби одржавања мреже: надзор и управљање ресурсима 
мреже, водећи рачуна и о захтевима организација-корисника, и о 
оптималном функционисању целокупне мреже. 
Имплементација логичке архитектуре треба да се изврши 
применом: 
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 хијерархијског приватног IP адресирања у оквиру мреже за 
потребе службе одржавања мреже, као и оних организација-корисника 
који желе међусобну комуникацију преко централног чворишта 
мреже,  
 технологије виртуелних локалних рачунарских мрежа 
(VLAN), 
 технологије виртуелних приватних мрежа (VPN), 
 хијерархијске организације имена. 
При имплементацији горе наведених мера, морају се узети у 
обзир физички распоред корисника, функције и сервиси које 
инфраструктура мора да подржи  и могућности за проширење без 
нарушавања постојеће логичке архитектуре. 
 
5.3.2.20. Хијерархијско приватно IP адресирање.  
За потребе реализације комуникационе инфраструктуре органа 
управе из АПВ предлаже се приватни IP адресни опсег. Детаљним 
планом употребе адресног опсега, служба за одржавање и развој 
мреже органа управе из АПВ, додељује појединачним органима и 
службама делове адресног опсега. 
Организације-корисници који су део органа управе из АПВ 
користе адресни опсег који је додељен органима и службама чији су 
они део и могу даље да деле додељене адресне просторе према 
потреби, али искључиво са знањем и одобрењем службе одржавања 
мреже, да би потребни параметри за рад мреже могли да се подесе на 
опреми у чворишту. 
Организације-корисници који нису органи управе из АПВ 
користиће посебне опсеге у оквиру адресног плана предвиђене за 
мрежну подршку сервисима доступним организацијама-корисницима 
који нису део органа управе из АПВ. Ове адресне опсеге дефинише 
служба за развој и одржавање мреже органа управе из АПВ. У случају 
поклапања овако додељеног адреног простора са постојећим адресним 
планом организације-корисника, организација-корисник ће морати да 
промени свој адресни простор. 
Организације-корисници који не желе да користе чвориште 
мреже за комуникацију са осталим сегментима мреже могу да 
примењују адресни план какав им одговара. 
 
5.3.2.21. Виртуелне локалне рачунарске мреже – VLAN 
Локалне мреже организација корисника и службе одржавања, а, 
по потреби, и посебне функционалне целине у оквиру тих мрежа, 
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треба да буду логички одвојене. Одвајање се постиже дефинисањем 
VLAN-a за сваку логичку целину. 
Припадност крајњег корисника одговарајућем VLAN-у реализује 
се: 
 Повезивањем на корисничко прикључно место које је 
унапред додељено VLAN-у организације-корисника, у случају 
употребе приступних комуникационих путева; 
 употребом виртуелних приватних мрежа (VPN) као 
резултат ауторизације на основу аутентификационих параметара које 
корисник проследи аутентификационом серверу, у случају употребе 
магистралних комуникационих путева I и II класе; 
 Као резултат ауторизације на основу конфигурационих и 
аутентификационих параметара које корисник проследи 
аутентификационом серверу у случају употребе бежичних 
комуникационох путева. 
Сваки VLAN зазузима посебан IP адресни опсег који додељује 
служба одржавања на основу унапред дефинисане расподеле адресног 
простора. 
Према начину коришћења VLAN-ова, организације-корисници 
могу се поделити двојако. Прва подела се односи на врсту IP адресног 
простора који организација-корисник користи. То може бити: 
 Приватни адресни простор додељен од стране службе 
одржавања мреже (надаље: додељен адресни простор), или 
 Адресни простор самостално одређен од стране 
организације-корисника (надаље: сопствени адресни простор). 
Друга подела је по броју VLAN-ова које организација-корисник 
користи: један или више VLAN-ова. Ове поделе дају следеће могуће 
категорије организација-корисника: 
 Додељен адресни простор, један VLAN. Ово је очекивана 
почетна конфигурација већине организација-корисника. Комуникација 
са осталим организацијама-корисницима, приступ заједничким 
сервисима и спољашњим мрежама могући су преко уређаја у 
чворишту мреже. 
 Сопствени адресни простор, један VLAN. Комуникација 
са осталим организацијама-корисницима, приступ заједничким 
сервисима и спољашњим мрежама нису могући преко уређаја у 
чворишту мреже. 
 Додељен адресни простор, више VLAN-ова. Као и случај 
са једним VLAN-ом, рутирање између VLAN-ова могуће је или на 
уређајима у чворишту или на опреми организације-корисника. 
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 Сопствени адресни простор, више VLAN-ова. Као и 
случај са једном VLAN-ом, рутирање између VLAN-ова могуће је 
искључиво на опреми организације-корисника. 
Служба одржавања мреже има неколико VLAN-ова 
дефинисаних за своје потребе. Минимално потребни VLAN-ови су: 
 VLAN активне комуникационе опреме и уређаја за 
непрекидно напајање (они са способношћу прикључивања на мрежу). 
 VLAN станица за надзор и управљање мрежом. 
 VLAN заједничких интерних сервера. 
 VLAN-ови за бежичне мреже (за сваку салу посебан 
VLAN). 
 VLAN јавних сервера. 
 VLAN приступног сервера. 
 VLAN за везу са Интернетом. 
 
Виртуелне приватне мреже – VPN. Постоје корисници који 
организационо припадају органима управе из АПВ, али физички су 
лоцирани у објектима у којима не постоји приватна мрежа органа 
управе из АПВ. Такође, могуће је да комуникационе везе, које се 
користе за повезивање чворишта органа или између дислоцираних 
корисника и централног чворишта, нису под пуном контролом или 
уступљене на ексклузивно коришћење органима управе из АПВ. У ова 
два случаја потребно је корисницима обезбедити идентичне сервисе 
као и у случају коришћења приватне мреже органа управе из АПВ. 
Ово је могуће извести имплементацијом технологије виртуалних 
приватних мрежа (VPN). 
VPN технологија се, у случају комуникационе инфраструктуре 
органа управе, користи за решавање два типа проблема: 
 VPN веза објекат-објекат (site to site VPN) – У случају када 
у објектима постоји приватна мрежа органа управе, али 
комуникациона веза између објеката није под пуном контролом или 
уступљена на ексклузивно коришћење органима управе из АПВ. 
 VPN веза корисник-мрежа (remote access VPN) – У случају 
када се дислоцирани корисник, који се налази у објекту у коме не 
постоји приватна мрежа органа управе из АПВ, повезује на приватну 
мрежу органа управе.  
 
Хијерархијска организација имена. Одржавање основног DNS 
домена органа управе из АПВ је у надлежности службе одржавања.  
Сви јавни сервиси органа управе из АПВ треба да буду доступни 
пореко имена које припада основном DNS домену. Уколико постоји 
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потреба да интерни сервиси буду доступни посредством DNS-а, 
служба одржавања треба да обезбеди да интерни део основног домена 
буде доступан само корисницима из одговарајућих логичких целина 
(коју дефинише VLAN са припадајућим IP адресним опсегом). 
 
Начин прикључивања на интернет и друге мреже – L3 модул 
Логичка архитектура комуникационе инфраструктуре органа 
управе из АПВ захтева имплементацију протокола и функција на 
трећем и вишим нивоима OSI референтног модела. Елемент логичке 
архитектуре који је задужен за реализацију ових протокола и функција 
ћемо назвати L3 модул.  
Постоје три типа L3 модула: 
 L3 модул централног чворишта – активна 
комуникациона опрема и серверске станице које реализују протоколе 
и функције логички припадају Централном чворишту, 
 L3 модул чворишта органа – активна комуникациона 
опрема и серверске станице које реализују протоколе и функције 
логички припадају Чворишту органа. 
 L3 модул дислоцираног корисника – протоколи и 
функције који су имплементирани на страни удаљеног корисника. 
L3 модул централног чворишта. L3 модул централног 
чворишта је комплексан елеменат логичке архитектуре који садржи 
једноставније делове. Шема функција L3 модула централног чворишта 




Слика 5.3.2.21.1. Шема функција L3 модула централног чворишта 
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Објекат-корисник није део L3 модула већ представља VLAN-
ове који су дефинисани у оквиру локалне комуникационе 
инфраструктуре која се налази у објекту органа управе из АПВ. 
Филтер представља део L3 модула који извршава функције 
пакетског филтрирања. Пакетско филтрирање се дефинише и 
имплементира са циљем контроле саобраћаја, на трећем и вишим 
нивоима OSI референтног модела, између делова L3 модула. 
Рутер представља део L3 модула који извршава функције 
рутирања саобраћаја. Овај део мора да садржи имплементацију 
протокола који су потребни за успешно извршавање функције 
рутирања између различитих делова L3 модула, укључујучи ту и 
VLAN-ове који су представљени елементом Објекат-корисник. 
Веза-Интернет представља део L3 модула који је задужен за 
реализацију везе на Интернет провајдера. Он мора да садржи 
имплементацију протокола и комуникационих технологија које су 
потребне за успешног повезивања на Интернет. Додатно, овај део 
представља место на коме долази до превођења из приватних у јавне 
адресе за потребе комуникације са глобалним Интернетом. 
Сервер-јавни представља део L3 модула који реализује све 
јавне (јавно доступне) сервисе организација корисника. 
VPN-објекат представља део L3 модула који је задужен за 
реализацију VPN веза објекат-објекат. VPN веза објекат-објекат служи 
да би се повезале две локације, на којима постоји приватна мрежа, 
посредством јавне инфраструктуре. 
VPN веза објекат-објекат мора да испуни следеће захтеве: 
 Ауторизацијa извора података – Технологија којом се 
реализује веза мора да садржи имплементиране мере којима се 
једнозначно идентификује извор података. 
 Интегритет података – Технологија којом се реализује веза 
мора да садржи имплементиране мере којима се гарантује да није 
дошло до измена података током транспорта. 
 Шифровање података – Технологија којом се реализује 
веза мора да садржи имплементиране мере којима се гарантује да 
податке правилно може да протумачи само одредишна страна. 
 Подршка за рад са предефинисаним кључем – Технологија 
којом се реализује веза мора да садржи имплементиране мере којима 
се омогућава успостављање везе коришћењем предефинисаних 
приватних кључева. 
 Независност од логичке архитектуре – Технологија којом 
се реализује веза мора да садржи имплементиране мере које 
дозвољавају да логичка архитектура приватних мрежа објеката, које су 
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крајње тачке везе, буде независна од логичке архитектуре јавне 
комуникационе инфраструктуре, и да, самим тим, промене у логичкој 
архитектури јавне комуникационе инфраструктуре не захтевају 
промене у логичкој архитектури приватних мрежа. 
VPN-корисник представља део L3 модула који је задужен за 
реализацију VPN веза корисник-межа. VPN веза корисник-мрежа 
служи да би се дислоцирани корисник, који се налази на локацији на 
којој не постоји приватна мрежа, повезао на приватну мрежу 
посредством јавне инфраструктуре. 
VPN веза корисник-мрежа мора да испуни следеће захтеве: 
 Ауторизацијa извора података – Технологија којом се 
реализује веза мора да садржи имплементиране мере којима се 
једнозначно идентификује извор података. 
 Интегритет података – Технологија којом се реализује веза 
мора да садржи имплементиране мере којима се гарантује да није 
дошло до измена података током транспорта. 
 Шифровање података – Технологија којом се реализује 
веза мора да садржи имплементиране мере којима се гарантује да 
податке правилно може да протумачи само одредишна страна. 
 Подршка за рад уз ослонац на инфраструктуру јавних 
кључева  – Технологија којом се реализује веза мора да садржи 
имплементиране мере којима се омогућава успостављање везе 
коришћењем пара јавни/приватни кључ уз ослонац на инфраструктуру 
јавник кључева (Public Key Infrastructure – PKI). 
 Независност од логичке архитектуре – Технологија којом 
се реализује веза мора да садржи имплементиране мере које 
дозвољавају да логичка архитектура мрежа објеката, које су крајње 
тачке везе, буде независна од логичке архитектуре јавне 
комуникационе инфраструктуре, и да, самим тим, промене у логичкој 
архитектури јавне комуникационе инфраструктуре не захтевају 
промене у логичкој архитектури мрежа објеката. 
 Технологија је имплементирана у оперативни систем – 
Подршка за технологија којом се реализује веза мора да буде саставни 
део стандардне инсталације оперативног система радне станице 
дислоцираног корисника. 
L3 модул чворишта органа. L3 модул чворишта органа је 
комплексан елеменат логичке архитектуре који садржи једноставније 




Слика 5.3.2.21.2. Шема функција L3 модула чворишта органа 
 
Објекат-корисник није део L3 модула већ представља VLAN-
ове који су дефинисани у оквиру локалне комуникационе 
инфраструктуре која се налази у објекту органа управе. 
Филтер представља део L3 модула који извршава функције 
пакетског филтрирања. Пакетско филтрирање се дефинише и 
имплементира са циљем контроле саобраћаја, на трећем и вишим 
нивоима OSI референтног модела, између делова L3 модула. 
Рутер представља део L3 модула који извршава функције 
рутирања саобраћаја. Овај део мора да садржи имплементацију 
протокола који су потребни за успешно извршавање функције 
рутирања између различитих делова L3 модула, укључујучи ту и 
VLAN-ове који су представљени елементом Објекат-корисник. 
Веза-Интернет представља део L3 модула који је задужен за 
реализацију везе на Интернет провајдера. Он мора да садржи 
имплементацију протокола и комуникационих технологија које су 
потребне за успешног повезивања на Интернет.  
VPN-објекат представља део L3 модула који је задужен за 
реализацију VPN веза објекат-објекат. VPN веза објекат-објекат служи 
да би се повезале две локације, на којима постоји приватна мрежа, 
посредством јавне инфраструктуре. 
VPN веза објекат-објекат мора да испуни следеће захтеве: 
 Ауторизацијa извора података – Технологија којом се 
реализује веза мора да садржи имплементиране мере којима се 
једнозначно идентификује извор података. 
 Интегритет података – Технологија којом се реализује веза 
мора да садржи имплементиране мере којима се гарантује да није 
дошло до измена података током транспорта. 
 Шифровање података – Технологија којом се реализује 
веза мора да садржи имплементиране мере којима се гарантује да 
податке правилно може да протумачи само одредишна страна. 
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 Подршка за рад са предефинисаним кључем – Технологија 
којом се реализује веза мора да садржи имплементиране мере којима 
се омогућава успостављање везе коришћењем предефинисаних 
приватних кључева. 
 Независност од логичке архитектуре – Технологија којом 
се реализује веза мора да садржи имплементиране мере које 
дозвољавају да логичка архитектура приватних мрежа објеката, које су 
крајње тачке везе, буде независна од логичке архитектуре јавне 
комуникационе инфраструктуре, и да, самим тим, промене у логичкој 
архитектури јавне комуникационе инфраструктуре не захтевају 
промене у логичкој архитектури приватних мрежа. 
L3 модул дислоцираног корисника. L3 модул дислоцираног 
корисника је задужен за реализацију VPN везе корисник-межа. VPN 
веза корисник-мрежа служи да би се дислоцирани корисник, који се 
налази на локацији на којој не постоји приватна мрежа, повезао на 
приватну мрежу посредством јавне инфраструктуре. 
VPN веза корисник-мрежа мора да испуни следеће захтеве: 
 Ауторизацијa извора података – Технологија којом се 
реализује веза мора да садржи имплементиране мере којима се 
једнозначно идентификује извор података. 
 Интегритет података – Технологија којом се реализује веза 
мора да садржи имплементиране мере којима се гарантује да није 
дошло до измена података током транспорта. 
 Шифровање података – Технологија којом се реализује 
веза мора да садржи имплементиране мере којима се гарантује да 
податке правилно може да протумачи само одредишна страна. 
 Подршка за рад уз ослонац на инфраструктуру јавних 
кључева  – Технологија којом се реализује веза мора да садржи 
имплементиране мере којима се омогућава успостављање везе 
коришћењем пара јавни/приватни кључ уз ослонац на инфраструктуру 
јавник кључева (Public Key Infrastructure – PKI). 
 Независност од логичке архитектуре – Технологија којом 
се реализује веза мора да садржи имплементиране мере које 
дозвољавају да логичка архитектура мрежа објеката, које су крајње 
тачке везе, буде независна од логичке архитектуре јавне 
комуникационе инфраструктуре, и да, самим тим, промене у логичкој 
архитектури јавне комуникационе инфраструктуре не захтевају 
промене у логичкој архитектури мрежа објеката. 
 Технологија је имплементирана у оперативни систем – 
Подршка за технологија којом се реализује веза мора да буде саставни 
 148 
део стандардне инсталације оперативног система радне станице 
дислоцираног корисника. 
 
5.3.2.22. Надгледање и управљање мрежом 
Механизми за надгледање и управљање мрежом. У циљу 
омогућавања оптималних услова за експлоатацију мреже, сви активни 
комуникациони уређаји прикључени на њу треба да имају могућност 
конфигурације и надзора помоћу стандаризованих протокола као што 
су SNMP, Telnet и HTTP. Прикупљање података о перформансама и 
оптерећењу уређаја, као и регистровање ванредних догађаја и 
ситуација, треба да буде аутоматизовано. Ради што ефикаснијег 
прегледа ситуације и могућности брзог реаговања на догађаје, 
препоручује се коришћење неког од специјализованих модуларних 
софтверских пакета за управљање и надзор, прилагођених 
инсталираној активној комуникационој опреми. Такав софтверски 
пакет треба минимално да омогући: 
 чување и претраживање инвентарних података о активним  
  уређајима; 
 аутоматско откривање података о новоприкљученим  
  уређајима; 
 графички кориснички интерфејс; 
 класификацију догађаја и реакција на догађаје по  
  критеријумима корисника; 
 чување и претраживање логова; 
 алате за генерисање извештаја о раду мреже; 
 управљање QoS параметрима; 





Област софтвера је подељена у три дела: 
 Методологија развоја 
 Софтверска архитектура 
 Јавни сервиси 
 
5.4.1. Методологија развоја софтвера 
Развој софтвера  за потребе Скупштине и Владе АП Војводине,  
реализује се на три начина: 
 постоји стратешко партнерство са Универзитетом у Новом 
Саду, 
 софтвер се развија у кући (in-house), и  
 ангажују се екестерни добављачи (out sourcing) – тада се 
поштује процедура јавних набавки. 
 
5.4.1.1. Спецификација захтева 
Полазне основе за методологију развоја софтвера су: 
 Информациони систем органа управе треба да подржи све 
пословне процесе јавне администрације. Основне карактеристике 
пословних процеса јавне администрације су следеће: 
o Механизам за обављање пословних процеса јавне 
администрације је размена докумената.   
o У пословним процесима јавне администрације учествују 
различити ентитети (учесници) са различитим улогама. У 
односу на учеснике и њихове улоге пословни процеси јавне 
администрације класификују се на : 
 интерне пословне процесе у којима су учесници само 
органи покрајинске управе са различитим улогама. 
 екстерно-интерне пословне процесе у којима учествују 
органи покрајинске управе и органи других нивоа управе 
(државна управа, локална самоуправа) 
 екстерне пословне процесе у којима учествују органи 
покрајинске управе и екстерни ентитети (грађани, пословни 
субјекти и остали ентитети као што су невладине 
организације и слично) 
 150 
o Документи који се размењују у пословним процесима садрже 
различите податке и информације чије коришћење је често 
предмет посебне законске регулативе (закон о приватности 
података о личности) или других аката (тајност података) и 
слично. 
o Услуге који се остварују путем пословних процеса јавне 
администрације, посебно оне намењене екстерним кориницима 
(грађани, пословни субјекти), морају бити расположиве уз 
поштовање свих услова поверења корисника у сервис и 
сигурност сервиса. 
 Из опсега (сви пословни процеси) и карактеристика пословних 
процеса следи да је у питању документ-центричан 
информациони систем високог степенa сложености са 
посебним наглашеном потребом безбедности у најширем 
смислу.  
 Динамика промена у домену јавне администрације, а посебно 
потреба за врло разноврсним сeрвисима намењеним грађанству и 
привредним субјектима, захтева да се развој софтвера посматра 
као  континуиран процес који мора да одговори динамици 
промена. То значи да је потребно развијати нове апликације уз 
примену принципа економичности (употребљивост нових 
апликација за што већи број органа управе, коришћење постојећих 
апликација и њихова интеграција у информациони систем). 
 Узимајући у обзир карактер информационог система и потребу да 
се подржи динамика промена у домену јавне администрација,  
развој софтвера треба базирати на савременим методологијама 
пројектовања и имплементације сложених информационих 
система базираних на размени докумената уз посебну пажњу 
посвећену безбедносним аспектима. 
 
5.4.1.2. Спецификација модела развоја софтвера 
Предлаже се методологија која обухвата следеће кораке: 
o Снимање постојећег стања, 
o Спецификација информационих захтева, 
o Имплементација софтвера. 
 
Имплементацију софтвера треба извршити у дистрибуираном 
отвореном рачунарском окружењу.    
 
5.4.1.2.1. Снимање постојећег стања 
Предложена је следећа методологија снимања постојећег стања: 
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 Снимање укупног постојећег стања софтвера тренутку 
започињања пројекта. Укупно постојеће стање евидентирано је 
идентификацијом софтверских апликација које су биле коришћене у 
АПВ у тренутку започињања пројекта, при чему је идентификована 
функционалност апликације, корисници, технологија израде 
апликације и начин организације података (база података, фајл 
систем и сл.) 
 Детаљно снимање постојећег стања при изради нове 
апликације. Предложено је да се при изради нових софтвера 
обавезно изврши снимање постојећег стања које  треба минимално 
да обухвати: (1) Организациону структуру; (2) Структуру пословних 
процеса; (3) Архитектуру докумената; (4) Стање софтвера; (5) 
Стање рачунарске опреме. 
 
Документ који садржи опис постојећег стања мора да буде у 
електронском облику. За формирање документа користе се стандардни 
софтверски алати за обраду текста и aлати за рачунарски подржано 
пројектовање. 
 
5.4.1.2.2. Спецификација информационих захтева  
Спецификација информационих захтева треба да се изврши применом 
Обједињеног језика моделирања и коришћењем стандардних алата за 
UML (Unified Modeling Language).  
 
Поступак за опис пословних процеса  
Први корак спецификације информационих захтева је формирање 
описа пословних процеса који ће послужити као основа за формирање 
UML спецификације.   
У основи описа процеса рада су документа. Сваки процес се описује 
помоћу скупа докумената, на основу којих је процес потпуно 
дефинисан укључујући и везе са документима осталих процеса. За 










Табела 5.4.1.2.2.1. Шаблон за опис докумената 
Назив описа Садржај описа 
Пословни процес Назив пословног процеса који се описује 
Документ Име документа 
Корисник документа 
Списак корисника документа (наводи се 
назив радног места особе или особа које 
формирају документ) 
Улазни документи 
Услови који морају бити задовољени пре 
формирања документа (наводе се документи 
који су потребни-треба да постоје, за 
формирање текућег документа и начин на 
који су ти документи повезани са текућим 
документом) 
Структура документа 
Текстуални опис структуре документа уз 
навођење свих поља документа  
Формирање 
документа 
Детаљно се описује процес формирања 
документа. За свако поље документа 
дефинише се да ли се вредност тог поља 
уноси са тастатуре или се израчунава на 
основу неких постојећих вредности 
(изведено поље). За свако изведено поље 
треба навести имена поља на основу којих 
се израчунава његова вредност, као и сам 
поступак добијања те вредности. Кроз 
описивање формирања поља описује се  и 
повезивање других докумената са 
посматраним документом. 
Специјални случајеви 
Наводе се специјални случајеви који могу да 
настану у току и након формирања 
документа 
Услови за формиран 
документ 
Наводи се да ли се текући документ може 
модификовати након што је формиран, 
односно да ли се вредности поља документа 
смеју мењати. Наводе се документи који се 
формирају на основу посматраног 
документа и начин на који су ти документи 
повезани се текућим. 
Фреквенција 
документа 
Наводи се очекивани број (горња граница) 
појава посматраног документа. 
Потпис и датум 
Садржи потпис одговорног лица и датум 
израде описа документа 
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Формирање UML спецификације 
UML (Unified Modeling Language) је обједињени језик моделирања 
који се заснива на објектно оријентисаном специфицирању и 
моделирању односно на спецификацији система који се може 
посматрати као скуп објеката који међусобно комуницирају. Због 
сложености система који се моделују, UML спецификација се 
дефинише кроз корисничке улоге, случајеве коришћења, дијаграме 
активности (понашања) и спецификације докумената. 
Корисничке улоге 
Корисничке улоге су унапред дефинисане категорије које се 
могу доделити корисницима на основу њиховог систематизованог 
радног места или неких других критеријума. Један корисник може 
имати више улога а исто тако више корисника може да има исту улогу. 
Корисничке улоге се представљају дијаграмом UML actor  [The 
Elements of UML 2.0 Style 2005]. Дефинисане су следеће основне улоге 
корисника и њихова права је дате у табели 5.4.1.2.2.2.  
 
Табела 5.4.1.2.2.2. Основне улоге корисника и њихова права 
Улога Права 
Корисник  
Унос, уклањање, модификација и преглед 
садржаја за које има овлашћење  
Овлашћени корисник 
Унос, уклањање, модификација и преглед 
садржаја; одобравање садржаја Корисника 
Менаџер 
Преглед садржаја, формирање и прегледање 
извештаје 
Администратор Управљање корисницима и правима 
 
Случајеви коришћења 
Случајеви коришћења представљају технику моделирања која описује 
функционалност система односно шта систем ради са аспекта 
интеракције између система и корисника. 
Случајеви коришћења се представљају дијаграмима и текстуално. При 
опису случајева коришћења користи се стандардна UML нотација за 
случајеве коришћења. За текстуални опис случајева коришћења се 






Табела 5.4.1.2.2.3. Шаблон за опис случајева коришћења 
Назив описа Садржај описа 
Случај коришћења Назив случаја коришћења 
Учесници 
Списак учесника (обавезно се наводи 
иницијатор случаја коришћења). 
Опис 
Детаљнији опис који садржи кораке који 
се извршавају у оквиру случаја 
коришћења. Овде се наводе и могући 
изузеци – грешке при извршавању случаја 
коришћења у средњим заградама. 
Услови који претходе 
извршавању 
Дефинисање стања у коме се посматрани 
систем мора налазити пре извршавања 
случаја коришћења  
Изузеци 
Обрада изузетака, функционалност која се 
извршава у случају појаве изузетка. 
Услови по завршетку 
Дефинисање стања у коме се посматрани 




Моделирање динамичких аспеката (понашање) система моделује се 
обавезно (минимално) дијаграмима активности. 
Активност се декомпонује на акције. Акција је основна јединица 
спецификације понашања која репрезентује неку трансакцију или 
обраду у моделираном систему. Акција је један корак у активности. 
Акције могу бити покретање активности, промена стања активности 
или документа, промена тока, завршетак активности.  Може постојати 
и гранање које специфицира алтернативне путање којима ће активност 
ићи у зависности од услова. 
Сваком дијаграму активности одговара један или више случајева 
коришћења.  
Поред дијаграма активности, у случају потребе користе се и други 







Под појмом документ се подразумевају папирни документи и 
електронски документи.  
У процесу спецификације, документи (и папирни и електронски) се 
идентификују и описују са крајњим циљем да се омогући рачунарски 
подржано управљање документима (обрада, складиштење, 
размена/дистрибуција) у условима колаборативног рада над 
документима.   
Документи се идентификују јединственим идентификатором. 
Идентификација треба да подржи и верзионирање докумената. 
За потребе индексирања и претраживања документима се додељују 
метаподаци. Основни стандард за метаподатке је DublinCore [DCMI]. 
Синтакса за метаподатке је XML.    
Из аспекта структуре разликују се структурирани, полуструктурирани 
и неструктурирани документи. За опис структуре користе се XML 
Schema језик [XML Schema]. 
Из аспекта врсте садржаја (података) разликују се текстуални, 
графички, и мултимедијални електронски документи. За 
представљање електронских докумената користе се стандардни 
формати. Основни стандардни формат је PDF.  
Треба прецизно дефинисати везе између докумената -  стање, у 
коме део садржаја једног документа бива преузет или на неки други 
начин директно зависи од садржаја другог документа.  
Треба дефинисати животни циклус документа. Сваки документ 
има свој животни циклус који, у општем случају, обухвата 
иницијализацију, припрему, успостављање, коришћење, ревизију, 
архивирање, повлачење и уклањање. 
Препорука је да се структура документа приказује XML  
дијаграмима коришћењем XML Schema едитора. 
 
5.4.1.2.3. Имплементација софтвера  
У циљу једноставне интеграције са постојећим информационим 
системом, свака софтверска апликација треба обавезно да испуњава 
следеће услове: 
 Интероперабилност са другим платформама путем 
отворених стандарда.  
 Серверска и клијентска страна апликације морају бити 
засноване на open-source технологијама.  
 Апликацију треба реализовати у клијент/сервер 
архитектури. 
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 Серверски део треба да буде мултиплатформски (треба да 
се извршава на Windows и Unix базираним оперативним 
системима).  
 Клијентски део реализовати тако да се као клијент користи 
стандардни web читач. 
 Апликација треба да буде тако израђена да буде независна 
од базе података.  
 Апликација мора минимално да подржи рад са следећим 
СУБП: PostgreSQL, MySQL, Microsoft SQL Server и Oracle.  
 Развојна платформа треба да буде изабрана у складу са 
пројектом „Софтверска архитектура система за 
еВојводину‖. 
 Повезивање са постојећим релевантним апликацијама и 
софтверским системима минимално на нивоу увоза∕извоза 
података, или на нивоу web сервиса.  
 
За имплементацију софтверских (outsourcing и интерно 
развијаних) апликација предлаже се следећи модел: 
o Израда апликације  
o Тестирање апликације кроз пилот инсталацију, и  
o Пуштање апликације у продукцију. 
Израда апликације врши се на бази спецификације 
информационих захтева и посебних захтева који обухватају следеће 
нефункционалне  карактеристике: 
o интероперабилност, 
o софтверску и комуникациону архитектуру система, 
o рачунарску архитектуру система, 
o управљање подацима, укључујући и миграцију постојећих 
података, 
o интеракцију са корисником, 
o безбедност, 
o технологију имплементације, 
o спецификацију интеграције у постојећи информациони 
систем покрајинских органа управе. 
Тестирање апликације кроз пилот инсталацију обухвата: 
o Избор тестног окружења (репрезентативан скуп корисника), 
o Успостављање пилот инсталације (инсталирање апликације, 
регистровање корисника, обука корисника), 




Критеријуми за избор тестног окружења  су следећи: бира се 
организациона јединица за коју је апликација од довољног значаја, 
бирају се појединачни корисници тако да се покрију све виталне 
функционалности апликације, бирају се корисници који довољно 
познају делове пословног процеса који апликација покрива. 
Обука корисника обухвата обуку за коришћење апликације и 
обуку за администрирање апликације. Коначно инсталирање 
апликације и регистровање корисника врше аминистратори након 
завршене обуке. 
Тестирање, модификације и верификација апликације у тестном 
окружењу се врши по прописаним протоколима и документује  се 
стандардизованим документима. Све прихваћене модификације се 
уграђују у пилот инсталацију. 
Пуштање апликације у продукцију врши се на следећи начин: 
 Уколико је то потребно, успоставља се нова продукциона 
инсталација поновним инсталирањем апликације. У противном 
пилот инсталација се проглашава продукционом инсталацијом. 
 Врши се примопредаја уколико је то уговором дефинисано.   
 Врши се обука свих директних корисника. 
 Врши се презентација апликације високом и средњем нивоу 
руководства и са циљем обезбеђења подршке и промоција 
њеног коришћења. 
 
5.4.2. Софтверска архитектура 
 
Софтверска архитектура је спецификација софтверских 
компоненти и начина њиховог повезивања у информациони систем. У 
овом одељку дат је предлог модела софтверске архитектуре који се 
састоји од класа софтверских компоненти и начина њиховог 
повезивања.  
Основна идеја је да се направи глобални модел који се допуњава 
софтверским компонентама и механизмима повезивања тако да се 




Први захтев је да се предложена софтверска архитектура подржи 
функционалности које захтева еУправа у дистрибуираном Интернет 
базираном окружењу. 
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Други захтев је да компоненте софтверске архитектуре поштују 
отворене стандарде. 
Трећи захтев је да се функције наменских  корисничких 
апликација ослањају на класе софтверских компоненти које обезбеђују 
следеће функционалности: 
 Функције системског софтвера у ужем смислу (оперативни 
системи на серверима и радним станицама), 
 Функције инфраструктурних апликација (СУБП, ДМС,...). 
Четврти захтев је да се дефинише распоред компоненти 
софтверске архитектуре на клијентску и серверску рачунарску опрему. 
 
5.4.2.2. Спецификација модела  
Глобални Модел софтверске архитектуре је вишеслојна 
(трослојна) Интернет базирана архитектура: клијент (на њему су и 
десктоп апликације), сервер (web, апликативни – пословна логика), 
управљање подацима. 
У односу на функције које подржава, софтвер делимо на: 
 Системски софтвер у ужем смислу (оперативни систем), 
 Инфраструктурни апликативни софтвер (СУБП, ДМС, ....), и 
 Кориснички апликативни софтвер. 
У односу на рачунарску опрему на којој се типично извршава, 
софтвер делимо на: 
 Софтвер на радним станицама, 
 Софтвер на серверима. 
 
При анализи софтверске архитектуре информационог система, 
извршено је груписање на: 
Софтвер на радним станицама (десктоп апликације - користе их 
запослени у јавној администрацији - служе за припрему интерних 
докумената, за припрему докумената који ће бити публиковани путем 
јавних сервиса, помоћу њих се обрађују примљени документи од 
клијената јавних сервиса и сл). У ову групу се могу убројати и разне 
клијентске апликације (web, ftp, email), као и сам оперативни систем на 
радним станицама и системски софтвер на радним станицама. 
Серверски оперативни системи – инфраструктурни софтвер који 
омогућава коректно функционисање целокупне инфраструктуре која је 
саставни део информационог система. Потребно је одабрати један или 
више оперативних система који, као битну карактеристику, поседују 
одговарајући комуникациони систем са потпуном и квалитетном 
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подршком TCP/IP протоколу који је основни комуникациони протокол 
рачунарске мреже. 
Системски софтвер  - специјални услужни програми (преводиоци, 
драјвери итд) које користи већина корисника рачунара - треба их 
одабрати тако да се у потпуности подржи предложена трослојна 
архитектура обраде података и интранет/Интернет модел 
дистрибуираног информационог система.  
Базе података – релационе базе података које служе за трајно 
смештање и архивирање свих докумената (и метаподатака којима су 
описани) који се јављају у процесу рада. Потребно је одабрати систем 
за управљање релационом базом података који подржава 
интранет/Интернет дистрибуирану базу, функције управљања базом 
структурираних и неструктурираних докумената, функције управљања 
текстуалним базама, а у делу техничког система и функције 
управљања мултимедијалним подацима (статичке слике, видео 
записи). У складу са предложеним концептом информационог 
система, потребно је определити се и за одговарајући основни 
програмски језик чија основна карактеристика треба да буде 
квалитетна подршка објектно-оријентисаном приступу и мрежном 
раду. 
Web сервери – апликације које се налазе у међуслоју између база 
података и клијентских апликација. Web апликације омогућавају 
приступ јавним сервисима. Истовремено web апликацијама се 
приступа и од стране запослених у јавној администрацији, који их 
користе као средство за припрему садржаја јавних сервиса (припрема 
и публиковање докумената који су доступни путем ових јавних 
сервиса). 
Web портали - Интернет локације које омогућавају персонализован 
приступ информацијама. Дизајнирају се тако да користе 
дистрибуиране апликације, путем којих се обезбеђују сервиси са 
различитим садржајима, најчешће из више различитих извора. 
Пословни портали, као специјализација овог приступа, најчешће се 
дизајнирају тако да омогућавају дељење докумената и сарадњу у 
оквиру радних група. 
CMS системи (Content Management System) - софтверски системи који 
омогућавају креирање, обраду, публиковање и архивирање дигиталног 
садржаја. Такви системи углавном омогућавају рад више лица на 
дигиталном садржају (collaborative creation). Обично су везани за web 
садржај и сами системи су обично реализовани као web апликације.  
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CMS системи нису системи за управљање токовима послова (workflow 
management), иако неки CMS системи у себе укључују и овакве 
подсистеме. CMS системи заправо омогућују публиковање дигиталних 
садржаја кроз стандардизован кориснички интерфејс и на 
конзистентан начин, а све то за више корисника.  
CMS системи су почели да се развијају у компанијама које се и 
иначе баве публиковањем разних садржаја у електронском облику. 
Временом се развио велики број CMS система, који се могу поделити 
у следеће категорије: 
 WCMS (Web Content Management System), који омогућују 
аутоматизовано  публиковање web садржаја 
 T-CMS (Transactional Content Management System) који 
аутоматизују e-commerce трансакције 
 I-CMS (Integrated Content Management System) који 
управљају документима у предузећима 
 P-CMS (Publications Content Management System) који 
управљају животним циклусом процеса издавања књига, 
часописа, упутстава и сл. 
 L-CMS (Learning Content Management System) који 
управљају животним циклусом  e-learning система 
 E-CMS (Enterprise Content Management System) који 
обједињују више технологија у циљу управљања 
животним циклусом великог броја различитих садржаја 
унутар великих предузећа. Ове технологије обухватају: 
управљање документима (Document Management), 
управљање пословним процесима (Business Process 
Management), управљање токовима података (Workflow 
Management) и, наравно, управљање садржајем web 
презентација (Web Content Management). 
Портал - Интернет портал представља "улазна врата" у 
бескрајни виртуелни простор (cyber space). У виртуелном свету 
Интернета, портал може да представља полазну тачку, сa које 
корисник креће у приступ Интернету. Међутим, еволуцијом и допуном 
садржаја, портали све више постају и одредишна места (destination 
sites), јер својом богатом понудом садржаја имају за циљ да што дуже 
задрже пажњу корисника. 
За разлику од обичних web претраживача (Web Search Engines), 
од којих су историјски настали, портали су wеб чворишта која 
прикупљају различите садржаје и нуде их, на једном месту, циљној 
групи web корисника заједно са услугама, за које такви корисници 
 161 
могу бити заинтересовани. Многи портали, као на пример Yahoo, 
првобитно су били организовани као web претраживачи или каталози 
појмова у одређеној области (directory), с циљем да омогуће брзо 
проналажење траженог материјала или појма на Интернету. Касније, 
оваква чворишта су увођењем различитих типова услуга, почела да 
еволуирају ка порталима. 
Портали обједињују различите садржаје на једном месту, 
селектују квалитетне добављаче садржаја за презентацију, управљају 
тим садржајима, стварајући нове вредности, примењујући технике 
категоризације, груписања, једноставне навигације и обезбеђења лаке 
доступности понуђених садржаја. Корисницима је омогућен олакшан 
приступ садржајима за које су заинтересовани, на једном месту, уз 
једноставнију навигацију и могућност за индивидуализацију 
(персонализацију) корисничког интерфејса портала. 
Интернет портали су се временом почели диференцирати и по 
понуди садржаја и циљним групама корисника. Осим што портал 
треба да обезбеди широк спектар релевантних садржаја, намењених за 
циљну групу корисника, очекује се да обезбеди и могућности за 
следеће процесе: 
 успостављање интересних група корисника, утемељених на 
заједничким интересима или пословима 
 online комуникацију за његове кориснике, путем сервиса 
као што су: електронска поште, SMS поруке, итд 
 подршку еПословања, тј. обављања пословних трансакција 
путем Интернета или интранета (нпр. online трговина, 
аукције, куповина, уговарање путовања, финансијско 
пословање, банкарске услуге, итд) 
 заштиту података и апликација од неовлашћеног приступа 
или уништења. 
Иако постоји тежња за сталним допуњавањем информација на 
порталима, а такође и уочљив тренд да готово свако чвориште настоји 
да добије обележја портала, ипак је могуће разврстати портале у 
неколико група. Тако се данас  може говорити о: генералним или 
хоризонталним порталима, вертикалним или специјализованим 
порталима, трансакцијским порталима (корпорацијским или посебним 
B2B порталима), интернационалним порталима, итд. 
Хоризонтални портали су данас окренути покривању најширег 
спектра садржаја и они циљају на врло широку популацију 
посетилаца. Они могу бити усмерени према глобалном cyber space-у и 
тада имају интернационални карактер, или могу бити оријентисани 
према посетиоцима неког ужег географског простора, првенствено 
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због језичних баријера, и тада обично имају национални или 
регионални карактер. Хоризонтални портали се, данас, обично 
групишу у три велике класе: 
 портали ослоњени на даваоце Интернет услуга (Internet 
Service Provider - ISP)  
 самостални Интернет портали  
 портали везани уз препознатљиве фирме, са "уходаним" 
наступом на Интернету (нпр. Microsoft). 
Вертикални портали су специјализовани портали који детаљно 
покривају и обрађују одређену тематику и намењени су ужој 
популацији корисника. С обзиром на ужу тему коју обрађују и 
популацију којој се обраћају, постижу директније и чвршће односе с 
корисницима. Посебну подврсту, са наглом тенденцијом развоја, 
представљају локални портали који покривају уже географско 
подручје, неке државе или региона.  
Корпорацијски портали (The Enterprise Information Portals – EIPs) 
омогућавају приступ информацијама компаније од стране запослених, 
купаца, пословних партнера, шире јавности, итд. 
Треба нагласити да данас произвођачи апликационих сервера (као 
софтверских платформи) и софтверских платформи за развој 
апликација информационих система, по правилу, нуде и 
специјализована окружења за развој апликација базираних на 
концепту портала. 
 
Коначно, за развој софтвера потребно је одабрати одговарајуће 
развојно окружење којим се подржава основна оријентација 
информационог система и постиже висок степен продуктивности. 
Наведене софтверске компоненте могу бити реализоване различитим 
технологијама, али кључна особина коју морају да обезбеде јесте 
интероперабилност. 
 
При анализи софтверске архитектуре информационог система са 
становишта успостављања сервиса еУправе и реализације програма 
Војводина а на основу: 
 искустава других земаља,  
 постојећeг софтвера у Влади и Скупштини АП Војводине, 
 постојећег знања запослених, 
 потребе контроле над софтвером (отворени код),  
 потребних улагања, и 
 интероперабилности података, 
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донете су одређене спецификације за софтвере на десктоп рачунарима, 
серверске оперативне системе, базе података, web апликације. 
На радним специфициране су следеће верзије : 
Оперативни систем: 
1. Microsoft Windows – најприхватљивија опција због због 
широке базе већ обучених корисника, као и због посебног 
уговора који је републичка и покрајинска администрација 
потписала са корпорацијом Microsoft 
 
Канцеларијски програмски пакет: 




1. Mozilla Firefox  
2. Internet Explorer 
 
Email клијентска апликација 
1. Microsoft Outlook 
2. Mozilla Thunderbird/MS Outlook Express  
 
За избор оперативног система на серверским конфигурацијама су 
следеће спецификације: 
1. Linux – одговарајућа дистрибуција за коју постоји подршка 
и обука, или њена бесплатна верзија 
2. Windows  Server – уз неопходну пажњу и правовремену 
реакцију на откривене пропусте 
3. Solaris  
 
Од бесплатно доступних (open source) база података по својим 
карактеристикама се издвајају: 
1. PostgreSQL  
2. MAXDB  
3. MySQL  
Од комерцијално доступних база података издвајају се следеће: 
1. Oracle  
2. MS SQL Server 2005  
3. DB 2 (или Informix) 
 
Спецификације  за избор апликационог сервера су : 
a) Бесплатна open source решења 
1. JBoss  
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2. Jakarta Tomcat  
б) Комерцијално доступни апликациони сервери: 
1. IBM WebSphere 
2. BEA WebLogic 
 
Најважнији стандард, који мора бити усвојен као темељни, а 
који се налази у основи већине модерних стандарда за резмену 
структурираних електронских докумената, за све врсте комуникације 
између интероперабилних система, је XML. 
 
5.4.3. Јавни сервиси 
 
5.4.3.1. Спецификација захтева 
Јавни електронски сервис представља скуп послова које 
грађанин или фирма могу обавити са службама jавне администрацијe 
уз посредовање електронских механизама за комуникацију.  
Захтеви које, поред обезбеђења намеравне функционалности,  
сваки јавни сервис треба да задовољи су: 
o доступност, 
o поузданост, робусност и безбедност, 
o проширивост, 
o интероперабилност, 
o технолошка независност, 
o вишефазна реализација. 
Развој система јавних сервиса представља процес који се 
састоји од  6 корака: 
o планирање и дефинисање циљева који треба да се постигну 
системом јавних сервиса 
o идентификовање или, у случају непостојања, успостављање 
законске регулативе која обезбеђује предуслове за примену 
сервиса 
o стандардизација - имплементација стандарда за повезивање и 
интеракцију појединачних делова 
o развој метода за евалуацију (праћење квалитета и коришћења) 
сервиса 
o имплементација и увођење јавних сервиса у државне 
институције 
o праћење и унапређење реализованог система 
При томе, од посебне важности је успостављање процедура 
преласка са традиционалних начина испоруке јавних сервиса која се 
користила и још се користи, на систем електронских јавних сервиса. 
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5.4.3.2. Спецификација модела 
Предлаже се методологија која обухвата следеће кораке: 
o Снимање постојећег стања, 
o Спецификација  захтева, 
o Имплементација сервиса. 
 
5.4.3.2.1. Снимање постојећег стања 
Снимање постојећег стања  треба да обухвати снимање захтева и 
потреба за јавним сервисима. Снимање постојећег стања врши се на 
исти начин као и за апликације које нису јавни електронски сервси 
(Одељак 5.4.1.2.1.).  
 
5.4.3.2.2. Спецификација захтева 
5.4.3.2.2.1. Основне карактеристике захтева 
 Циљ - Први корак у реализацији је постављање јасних циљева 
односно планова. Треба водити рачуна о тренутном стању ресурса 
на која се ослања имплементација као и о технолошким 
иновацијама које ће се тек користити у време имплементације.  
 Фазност - Треба водити рачуна о подели целог процеса 
имплементације на фазе у складу са техничким и финансијским 
ограничењима. При томе, свака фаза мора да обезбеди 
функционалност употребљиву за крајњег корисника. 
 Проширивост - Систем електронских јавних сервиса је веома 
комплексан и односи се на веома динамичну делатност, па је у 
процесу планирања и реализације неопходно водити рачуна о 
проширивости система. Приликом имплементације потребно је 
кључне сегменте имплементирати тако да се будућа проширења 
релативно лако могу извршити. Овај захтев могуће је обезбедити 
детаљном анализом и објектно оријентисаним моделирањем 
система, одвајањем логички повезаних целина у посебне пакете и 
дефинисањем јасних веза којим се појединачни пакети повезују. 
Такође, важно је водити рачуна и о међусобној зависности 
појединачних пакета. 
 Повезаност - Потребно је систем посматрати као скуп више 
сервиса који се развијају одвојено, а чију је реализацију неопходно 
стално координирати. У пројектовању појединачних елемената 
потребно је водити рачуна о унутрашњој и спољашњој 
интероперабилности. Унутрашња интероперабилност треба да 
обезбеди повезивање интерних сервиса (сервиси који су 
 166 
функционално затворени унутар органа покрајинске 
управе/администрације), док спољашња интероперабилност треба 
да обезбеди повезивање сервиса са сервисима спољних система 
(банке, друштвене организације, дипломатска представништва 
итд.). При томе, потребно је обезбедити минимално синтактичку 
интероперабилност, а када год је то могуће и семантичку 
интероперабилност.  
 Стандарди – Да би се обезбедила интероперабилност, потребно је 
извршити припрему неопходних прописа, уредби и стандарда. 
Стандарди  треба да се заснивају на XML-у. На овај начин 
основа свих стандарда био би XML који по својим 
карактеристикама обезбеђује: једноставну размену између 
технолошки различитих система (интероперабилност), могућност 
проширења у случају потребе (проширивост), заштита 
аутентичности и садржаја дигиталним потписивањем 
(безбедност). За обезбеђење семантичке интероперабилности 
препоручује се ослонац на отворене стандарде и протоколе у 
области јавне администрације и електронског пословања. 
 Евалуација сервиса – Потребно је дефинисати јасне процедуре за 
преманентно праћење и метрике за оцену стања у којем се сервис 
налази. 
 Доступност - Реализација мора да буде таква да обезбеди 
доступност сервиса свим потенцијалним корисницима на исти 
начин. 
 Поузданост и сигурност – Поверење грађана и привредних 
субјеката у пословање преко имплементираних сервиса. Од тога 
зависи да ли ће се имплементирани сервис користити или ће 
пословање базирати на класичан начин. 
 Безбедност - Обезбедити механизме за сигурну размену садржаја 
између свих страна у комуникацији. Овај предуслов је такође врло 
важан сегмент у грађењу поверења у систем јавних електронских 
сервиса. 
 Технолошка независност - имплементација не треба да се заснива 
на некој специфичној технолошкој платформи која није у складу са 
особинама проширивости и интероперабилности. 
 Едукација корисника - поред техничких предуслова за 
функционисање самог система, веома је важно вршити едукацију 
великог броја потенцијалних корисника система јавних сервиса. 
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Зато је веома битно у планове уградити и време и ресурсе потребне 
за едукацију великог броја корисника система, као и њихово 
охрабривање да користе имплементиране сервисе.  
Све претходно поменуте тачке представљају један циклус у 
реализацији једног веома сложеног система. У реализацији система 
јавних сервиса, горе поменуте тачке се циклички понављају у складу 
са тренутним стањем, новим захтевима и технолошким иновацијама са 
циљем унапређења реализованог система. 
 
5.4.3.2.2.2. Дефиниција модела 
Модел јавних сервиса треба да обухвата: 
 Модел корисника система  
 Модел  архитектуре информационо комуникационог система  
 Модел повезаности јавних сервиса 
 Структуру јавних сервиса (елементарни и сложени) 
 Моделе или протоколе за комуникацију између сервиса 
 
5.4.3.2.2.2.1. Модел корисника система јавних сервиса 
Систем јавних сервиса обезбеђује обављање послова 
(комуникацију) између различитих типова корисника који користе 
специфичне типове сервиса. Модел обухвата идентификацију типова 
корисника, идентификацију типова сервиса путем којих типови 
корисника обављају међусобне послове (комуникацију), 
идентификацију врсте комуникације неопходне за обављање датог 
посла и иднтификацију аутентичности учесника у комуникацији.  
Идентификују се следећи типови корисника: грађанин, пословни 
корисник и јавна администрација. 
Идентификују се следећи типови сервиса: електронски сервис 
администрације и класични сервис администрације. 
Идентификују се следеће врсте комуникације: једносмерна, 
напредна једносмерна, двосмерна и напредна двосмерна. 
Идентификују се следећи типови провере аутентичности 
учесника у комуникацији: једноставни и сложени. 



















































































грађанин C2C C2B C2G C2G 
пословни корисници  B2B B2G B2G 
електронски сервис 
администрација 
G2C G2B G2G G2G 
Класични сервис 
администрације 
G2C G2B  G2G 
 
Табела 5.4.3.2.2.1.2. Модел комуникације корисника система јавних 
сервиса 
Врста комуникације Опис 
једносмерна 
корисник од система само преузима 
информације и упутства како да обави неку 
активност 
напредна једносмерна 
корисник преузима податке али и формуларе 
и документе које може да користи у 
пословима са класичном администрацијом 
двосмерна 
корисник и систем размењују податке у оба 
смера 
напредна двосмерна 
поред размене података могуће је обављање 
трансакција и учешће трећих лица (нпр. 
банака) 
 
Табела 5.4.3.2.2.1.3. Модел проверe аутентичности учесника у 
комуникацији 
Механизам  за 
аутентификацију 
Начин 
једноставни корисничко име и лозинка 
сложени 
идентификација на основу 
електронског сертификата, или неких 




5.4.3.2.2.2.2. Модел  архитектуре информационо комуникационог 
система  
Концептуална шема, односно архитектура система јавних 
сервиса приказана на слици 5.4.3.2.2.2.1. представља концептуални 
модел архитектуре система којим је омогућено : 
 комуникација са корисницима преко различитих канала (кроз 
web апликацију, преко мобилног телефона, или путем 
специјализованог киоска) 
 приступ свим административним сервисима на униформан 
начин преко јединственог портала 
 појединачне сервисе је могуће временом додавати 
 сервиси међусобно могу сарађивати односно размењивати 
информације 
 сарадња појединачних делова је строго дефинисана и налази се 
у бази мета података  
 синхронизација рада сервиса обавља се у центру за управљање 
и одржавање јавним сервисима 
 рад са различитим типовима корисника, подаци о типовима 
корисника налазе се у бази мета података 
 аутентификација корисника је процес који се развија посебно и 
користи се у свим сервисима на начин дефинисан правилима 


























Matični podaci o 
građanima








































































Слика 5.4.3.2.2.2.1. Концептуална шема архитектуре система 
јавних сервиса 
 
Систем за аутентификацију корисника 
Проблем аутентификације потребно је анализирати са два 
аспекта: 
 технолошког (обезбеђује технолошке услове за 
имплементацију електронског система за аутентификацију) 
 правног (регулисање законских прописа) 
Систем за аутентификацију представља скуп алата или 
поступака за аутентификацију који је могуће проширивати, а правила 
о коришћењу чувају се у центру за управљање сервисима.  
 
Систем за ауторизацију корисника 
Ауторизација је процес утврђивања шта је кориснику 
дозвољено да ради на основу дефинисаних права приступа. Треба 
дефинисати све акције које је могуће извршити над целим системом. 
Проблем познавања свих акција у једном великом систему као што је 
систем јавних сервиса је веома комплексан. Потребно је моделирати 
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акцију, везе између акција као и  зависности акције и ресурса. 
Корисници и акције се могу груписати по одређеним критеријумима. 
Због ефикасности система за ауторизацију могуће је хијерархијски 
организовати групе корисника и акција, па је онда довољно чувати, 
односно користити, мањи број веза. 
 
5.4.3.2.2.2.3.Модел повезаности јавних сервиса 
Модел повезаности јавних сервиса представља класичну 
клијент – сервер архитектуру, у којој постоји мрежа чворишта. Чвор у 
оваквој мрежи може да буде:  
 једноставан клијент (web browser) 
 специјална клијентска апликација која са сервером (серверима) 
комуницира унапред дефинисаним протоколима. 
 серверска апликација у облику web сервиса 
 серверска апликација у облику web апликације 
 серверска апликација која са остатком мреже комуницира по 
унапред договореном протоколу 
Један чвор у овој виртуалној мрежи може истовремено да буде 
и клијент и сервер. Протоколи за комуникацију требало би да се 
заснивају на TCP/IP протоколима због своје велике 
распрострањености односно малих трошкова увођења. На слици 
5.4.3.2.2.2.3. приказан је модел повезаности једног јавног сервиса са 
осталим системима. На слици су приказане везе које један сервис 
(Јавни сервис А) остварује са осталим елементима система, где је јавни 
сервис Б по карактеристикама и расположивим везама исти као и јавни 



















Слика 5.4.3.2.2.2.3. Модел система јавних сервиса 
 172 
 
Логички чворови могу да се групишу по разним критеријумима: 
 просторна односно територијална веза 
 функционална повезаност (скупови истих или сличних 
функционалности) 
 просторно-функционалне везе  
 функционално зависни чворови (сложени и елементарни 
сервиси) 
 просторно и функционално зависни чворови 
Приликом повезивања чворова у групе могућа су два приступа: 
централизовано  и децентрализовано.  
 
5.4.3.2.2.2.4. Структура јавног сервиса  
Јавни сервиси могу се поделити на једноставне или 
елементарне и сложене. Једноставни јавни сервиси обављају одређену 
улогу у систему, али за њихово функционисање нису неопходни други 
сервиси. Сложени јавни сервиси за обављање одређеног посла користе 
услуге других јавних сервиса. Регистар јавних сервиса садржи правила 
о повезаности појединих сервиса. Приликом мењања или уклањања 
сложеног или елементарног сервиса неопходно је водити рачуна о 
међузависностима у којима учествује дати сервис. 
Поред овог елементарног сервиса издваја се и сервис за слање 
електронске поште, који би се користио у сервисима у којима је 
неопходно коришћење оваквог начина комуникације. Један од веома 
важних делова јавних сервиса је CMS који је задужен за 
презентациони део јавног сервиса. 
 
5.4.3.2.2.2.5. Протоколи за комуникацију између јавних сервиса  
Јавни сервиси приликом повезивања са другим сервисима 
размењују информације. Веома је важно да се та размена изврши у 
строго прописаним оквирима. Протоколи за повезивање односно 
комуникацију између јавних сервиса чувају се у бази метаподатака у 
XML формату.  
У случају промене јавног сервиса потребно је извршити 




5.4.3.2.3. Имплементација сервиса 
 
Важно је прецизирати : 
 начин обавештавања корисника, 
 едукацију великог броја потенцијалних корисника 
сервиса (у планове уградити и време и ресурсе 
потребне за едукацију великог броја корисника 
сервиса, као и њихово охрабривање да користе 
имплементиране сервисе), 
 испорука садржаја сервиса, 
 
По питању испоруке садржаја сервиса постоји више начина: 
 
Врста сервиса Предност 
Web сервиси Независност од софтверске платформе 
CMS аутоматизовано  публиковање web садржаја 
Портал 
прикупљају различите садржаје и нуде их, 
на једном месту 
Хоризонтални портал широк спектар садржаја 
Вертикални портал детаљно покривају одређену тематику 
Корпорацијски портал 
приступ информацијама компаније од 
стране запослених, купаца, пословних 
партнера 
Приликом имплементације јавних сервиса треба водити рачуна о 
пословима који се понављају, па се онда ти послови могу издвојити у 




 XML језик је изабран као основа преко које ће се вршити 
размена података између појединих делова система и као основа за 
формирање стандарда који ће се примењивати у реализацији и 
експлоатацији система јавних сервиса.  Оваквим избором гарантује се 
интероперабилност, технолошка независност и проширивост. 
 На основу предложених препорука и модела система 
предложен је следећи редослед акција у реализацији система јавних 
сервиса: 
1. Спецификација, моделирање и имплементације Портала 
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2. Спецификација, моделирање и имплементација једног или 
више јавних сервиса - развој подршке за повезивање са 
традиционалним системима електронеске обраде података  
3. Пријављивање јавног сервиса у централном регистру јавних 
сервиса  
4. Праћење усклађености имплементираних јавних сервиса у 
односу на препоруке 
5. Одржавање Портала као централног места којим се остварује 
веза ка осталим јавним сервисима.  
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5.5. Стандарди и интероперабилност 
 
У свим областима па и еУправи за уједначен и управљив развој 
најважније је примена стандарда и интероперабилности. У наредним 
поглављима је описана спецификација захтева и модела за примену 
стандарда и интероперабилности у развоју еУправе а у поглављу 6.5. 
је детаљно описана имплементација (студија случаја) у примени 
стандарда и интероперабилности у органима покрајинске управе. 
5.5.1. Спецификација захтева 
Основа ефикасне еУправе је базирана на оптималном 
коришћењу ИКТ. Основна претпоставка за то је примена стандарда. 
Све земље ЕУ, а посебно оне које предњаче у успешном увођењу ИКТ 
у послове управе, базирају свој развој на примени стандарда. За земље 
ЕУ дефинисано је и окружење које прописује стандарде с циљем 
постизања интероперабилности European Interoperability Framework 
(EIF). EIF се посматра као додатак одговарајућим националним 
пројектима. Оваква окружења намењена су онима који су одговорни за 
развој ИКТ стратегија, ИКТ планова и пројеката, као и произвођачима 
софтвера за сектор еУправе. 
Стандардизација у домену еУправе и увођења ИКТ подразумева 
процедуру прикупљања и коришћења релевантних стандарда, 
спецификација и технологија. Ови стандарди треба да обезбеде 
следеће основне карактеристике система јавне управе:  
 интероперабилност,  
 безбедност,  
 отвореност,  
 флексибилност и  
 скалабилност.  
Стандарди треба да покрију пословне процесе и процедуре, као 
и техничко-технолошке аспекте у следећим основним категоријама:  
o Кориснички интерфејс,  
o Размена података и докумената,  
 Web базирани сервиси,  
 Управљање садржајем и дефиниција метаподатака,  
 Интеграција података, 
 Управљање идентитетом,  
 Мрежни стандарди,  
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 Стандарди који се односе на системске операције и 
надгледање,  
 Стандарди за специфичне пословне области. 
Увођењем стандарда се на униформан начин дефинишу 
елементи од интереса у систему. Увођење стандарда треба да буде 
засновано на коришћењу отворених стандарда, подршку постојећим 
стандардима и стимулацији коришћења верификованих стандарда. 
 
5.5.2. Спецификација модела 
 
Стандарди су класификовани на екстерне и интерне. 
Екстерни стандарди намењени су  управљању системом, 
евалуацији система и  сертификацији. Примењени су  у свакој области 
у одговарајућој мери. 
Интерни стандарди су специфични за организацију која их 
производи, представљају језгро за формирање оквира за управљање 
системом,  додају нову вредност и дефинишу стандарде за дати ИКТ 
систем. У реализацији еУправе дефинисали смо своје  стандарде на 
бази теоретских разматрања и свог искуства. 
Основни задаци примене екстерних и интерних стандарда су: 
 смањење комплексности система,  
 избор и израда стандардне документације и  
 обезбеђење интероперабилности система и организације.  
Основни недостатак стандардизације је што не постоји 
интегрални стандард за све. 
Имплементација стандарда и нормативно усклађивање, само по 
себи није довољно. У ИКТ систем се поред интерних и екстерних 
стандарда мора укључити и најбоља пракса и усклађеност са законом 
и регулативама, да би се изградио свеобухватни оквир за 
стандардизацију. 
 
У оквиру најбоље праксе за реализацију еУправе коришћени су : 
документоване, приступачне, ефикасне, одговарајуће и 
широко прихваћене стратегије, планови, тактике, процеси, 
методологије, активности и приступи, развијени од стране 
компетентних ентитета и извршени са адекватно обученим 
персоналом, који су у сагласности са постојећим законима и 
регулативама, који су се временом потврдили кроз истраживање, 
евалуацију и праксу као ефикасни у обезбеђивању заштите на 
прихватљивом нивоу ризика и који се непрекидно ревидирају и 
 177 
побољшавају у складу са променама окружења, технологија, 
претњи, организације. 
 
Стандард мора бити: документован; приступачан; непрекидан 
(процес побољшавања-обуке, едукације и сертификације); поновљив, 
ефикасан и рентабилан (корисност је већа од трошкова); надоградив 
(скалабилан, неколико виталних и више тривијалних компоненти); 
ефективан (води до жељеног циља); скалабилан (адаптиван и 
флексибилан, да обухвата план за ванредне догађаје); праћен 
(мониторисан, обезбеђује метрику); усаглашен (са постојећим 
законима и регулативама) и свеобухватан (обухвата све аспекте као 
што су: кадрови, процеси, процедуре, политике, планови, системи, 
технологије, мреже и мрежни објекти). 
 
За реализацију и примену стандарда потребно је  обезбедити: 
 праћење и примену  дефиниција најбоље праксе, 
 обухватање кључних атрибута, 
 праћење постизања жељених резултата, 
 праћењем препорука ауторитативних тела у овој 
области и 
 контролом од стране ауторитета на одговарајућем 
нивоу. 
 
5.5.2.1. Спецификација модела за увођење стандарда у области 
електронског учења 
Као посебан случај стандарда у еУправи, обрађена је 
спецификација модела за увођење стандарда у области електронског 
учења. 
Најважнији разлози за увођење стандарда у област електронског учења 
(еLeаrning система) су: 
 да се омогући коришћење једном креираног еLeаrning садржаја 
више пута  
 да садржај буде независан у односу на конкретан еLeаrning систем 
 да еLeаrning компоненте следе корисне принципе утврђене у оквиру 
дефиниције стандарда 
 да се омогући размена садржаја локално и глобално 
 да се заштити труд уложен у креирање садржаја (стандард гарантује 




Предмет стандардизације у еLeаrning системима били су готово све 
њихове компоненте. Животни циклус може се поделити у четири фазе: 
 дизајн процеса учења (Learning Design) 
 креирање материјала за учење (Learning Production) 
 постављање материјала и учење коришћењем материјала (Learning 
Deployment) 
 оцењивање напретка у учењу (Learning Accesment) 
За сваку фазу су анализиране компоненте и тренутни стандарди којима 
се компоненте специфицирају. 
5.5.2.1.1. Дизајн процеса учења  
Треба дефинисати циљеве учења, односно компетенције које ученик 
треба да постигне. Ова фаза се назива дизајн процеса учења. Такође, у 
овој фази треба и описати профил сваког ученика, односно 
информације које се чувају о сваком ученику. 
Компетенције су опис вештина, знања и резулатата учења 
ученика. Глобално најзаступљенији стандард за опис компетенција у 
електронском учењу је Reusable Definition of Competency or Educational 
Objective (RDCEO) [IMS GLC 2002]. Стандард је развијен 2002. године 
од стране IMS Global Learning конзорцијума. RDCEO компетенције су 
дакле намењене за размену између различитих система. Компетенције 
се дефинишу у XML нотацији. У табели 5.5.2.1. је приказана основна 
структура XML елемената 
 
Табела 5.5.2.1. Структура свих елемената XML нотације 
Назив елемента Опис 
rdceo 
Хијерархија елемената који детаљно описују 
једну компетенцију 
identifier 
Идентификатор компетенције, јединствен на 
глобалном нивоу 
title Наслов компетенције 
description Oпис компетенције 
definition Прецизирање опште компетенције 
model 
Назив модела у односу на који се врши 
интерпретација statement елемената.  
statement Додатна информација о компетенцији 
metadata 
Kомпетенција се може описати и стандардним 
скупом metadata. Препоручује се коришћење 





За опис учесника у настави, најзаступљеније су IMS LIP и PAPI 
спецификација. 
 
IMS LIP спецификација 
Learner Information Package [IMS GLC 2001] спецификација 
представља скуп података о ученицима, наставницима и другим 
учесницима у настави. Циљ спецификације је међусобно повезивање 
различитих система који имају евиденцију ученика. Повезивање је 
омогућено путем стандардне репрезентације података о ученику.  
Модел података за LIP спецификацију креиран је са циљем да 
опише оне ученикове карактеристике које служе у сврху:  
 евидентирања и управљања подацима везаним за историју 
учења, циљеве и резултате учења 
 укључивања ученика у процес учења 
 истраживања нових могућности у учењу за конкретног ученика 
IMS LIP дефинише структуриран опис учениковог профила у 
XML нотацији. Опис садржи податке и мета-податке. Типично, подаци 
описују име ученика, завршене курсеве, списак компетенција, 
преференције везане за одређени тип наставе итд. За сваку наведену 
ставку могу постојати мета-подаци (нпр. информације које дефинишу 
приватност података).  
 
IEEE PAPI Learner спецификација 
Друга заступљена спецификација за дефинисање података о 
ученику је IEEE Public and Private Information for Learners [IEEE LTSC 
PAPI 2001]. Спецификација дефинише шест група информација о 
ученику (биографски подаци за администрацију студента, везе 
ученика са другим корисницима у систему (ученицима и 
наставницима), шифре и заштићени кључеви које корисник поседује, 
ученикове преференције, ученикову историју, тренутно знање и 
наставне циљеве као и ученикови радови).  
Конкретна имплементација може наведене групе информација 
да чува заједно или сваку посебну. Најчешће се подаци чувају у 
одвојеним репозиротијумима, па се међусобно повезују путем 
јединственог идентификатора ученика. Као и код других стандарда и 
PAPI стандард дефинише XML опис података. За сваку информацију 
која се евидентира по  стандарду постоји одговарајући XML елемент.  
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5.5.2.1.2. Креирање материјала за учење 
Материјали (објекти) за учење се најчешће креирају у виду 
докумената чији подаци нису структурирани (PowerPoint презентације, 
PDF документи, слике...). Зато је потребно описати објекте учења 
мета-подацима. Постоје два популарна стандарда за опис објеката 
учења: IEEE LOM иDublin Core.  
 
IEEE LOM 
IEEE LRSC Leraning Object Metadata (LOM) је стандард за опис 
објеката учења развијен 2002. године [IEEE LOM 2001]. Објекат учења 
је по овој спецификацији дефинисан као било какав садржај (не 
обавезно у електронском формату) који се може користити у сврху 
учења, образовања или обуке. Основна идеја спецификације је да се 
дефинише минималан скуп атрибута потребан за комплетан опис, 
тражење и коришћење објекта учења. Спецификација садржи 76 
елемената подељених у 9 категорија. Елементи су представљени XML 
нотацијом. IEEE LOM спецификација се углавном фокусира на 
техничке аспекте објеката учења. 
 
Dublin Core 
Dublin Core Metadata Element [DCMI 2008] представља општији 
стандард од IEEE LOM и не односи се искључиво на објекте учења. 
Путем мета-података описује ресурсе. Тренутна верзија стандарда 
садржи 15 елемената чија је улога да на генералном нивоу опишу 
ресурсе. Елементи спецификације су: 
 - title – назив ресурса 
 - creator – особа која је одговорна за креирање и садржај 
ресурса 
 - subject – главна тема на коју се односи садржај ресурса 
 - description -  детаљан опис садржаја 
 - publicsher – особа задужена да омогући доступност ресурса 
корисницима 
 - contributor – особа одговорна за организацију садржајa  
 - date – одређени тренутак у животном циклусу ресурса 
 - type – тип садржаја ресурса 
 - format – физичка манифестација ресурса (формат фајла, 
величина...) 
 -identifier – јединствени идентификатор ресурса 
 - source – референца на изворни ресурс из којег је ресурс 
изведен 
 - language – језик на којем је садржај ресурса написан 
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 - relation  – везе ка другим ресурсима 
 - coverage – физичка локација или  период коришћења ресурса 
 - rights – подаци о ауторским правима над ресурсом 
 
5.5.2.1.3. Коришћење наставног материјала 
Након креирања и постављања материјала улази се у фазу активног 
учења. За ову фазу, потребно је дефинисати неколико компоненти. 
Пре свега, приступ материјалу и дизајн наставних инструкција, 
односно начин на који ученик користи наставни материјал. Овим се 
дефинише редослед наставних активности, учесници у наставним 
активностима, њихова сарадња итд. Осим тога, дефинише се и 
праћење активности корисника, као и интеракција еLearning система 
са корисником и наставним материјалом. 
 
Обједињавање стандарда 
За коришћење наставног материјала потребно је омогућити 
приступ објектима учења на стандардан начин. SCORM (Charable 
Content Object Reference Model) [SCORM 2004] обједињује разлилчите 
eLearning стандарде са циљем да се специфицирају сви аспекти 
коришћења наставног материјала у електронском учењу. SCORM је 
дакле колекција eLearning стандарда која дефинише организацију и 
понашање објеката учења. Као начин организације материјала SCORM 
користи IMS Content Packaging спефицикацију.  SCORM 
спецификација се састоји из три документа: 
 Content Aggregation Model (CAM) – дефинише наставни 
материјал, његов опис и организацију 
 Run-time Environment (RTE) – специфицира комуникацију 
између објеката учења и eLeraning система. Ово укључује 
начин покретања објекта учења, АPI за комуникацију са 
системом за учење, дефинисање начина преноса параметара од 
објекта ка систему  
 Sequencing and Navigation – дефинише начин проласка кроз 
наставни материјал  
 
Дизајн наставних инструкција 
Стандард описује педагошке аспекте електронског учења. 
Спецификација омогућава дефинисање учесника у настави и низа 
активности које они врше у току процеса учења. Идеја је да се путем 
генералних термина омогући опис наставних инструкција у наставном 
курсу из било које области. Спецификација предвиђа опис наставних 
инструкција у XML нотацији.  
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5.5.2.1.4. Оцењивање напретка у учењу 
Последња фаза у процесу учења подразумева праћење 
учениковог напретка у учењу. IMS Question & Test Interoperability 
(QTI) [IMS GLC 2005] спецификација дефинише стандардан начин за 
опис тестова којим се оцењује напредак у учењу. Спецификацијом се 
дефинише модел података за представљање питања и других података 
у тесту, као и обрада резултата теста. Циљ спецификације је да се 
омогући размена података из тестова између различитих eLearning 
система.  
По моделу података, сваки тест садржи колекцију питања Модел 
садржи време дозвољено за одговор, број покушаја, статус одговора 
(да ли је на питање одговорено). IMS QTI има и подршку за обраду 
резултата теста. Након оцењивања одговора,  додељују се одговарајуће 
вредности. Оцењивање укључује коришћење правила за оцењивање и 
проверу испуњености услова  
Закључак 
Све компоненте еLearning процеса су покривене бар једним глобално 
прихваћеним стандардом. Већина ових стандарда се фокусира на 
техничке аспекте електронског учења па су стандарди углавном 
посвећени форматима наставног материјала, њиховој организацији или 
преносивости између различитих система. Само коришћење 
материјала при учењу, односно педагошки аспект је стандардима 
слабије покривен.  
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5.6. Информациона безбедност 
 
Врло важан аспект у свим областима па и информатици је 
заштита система и имовине и поштовање индивидуалних права. У 
наредним поглављима је описана спецификација захтева и модела 
информационе безбедности а у поглављу 6.6. је детаљно размотрена 
имплементација (студија случаја) за информациону безбедност у 
органима покрајинске управе. 
 
5.6.1. Спецификација захтева 
 
У имплементацији еУправе се мора обратити посебна пажња на 
безбедност и тајност, да би се информациони системи и имовина 
заштитили на одговарајући начин, и да би се поштовала индивидуална 
права. Безбедност се, у општем случају, односи на заштиту објеката 
информационог система и контролу приступа информацијама. 
Безбедносне апликације су специфичне за одређене ситуације и 
осетљиве на информације. Тајност се, у општем случају, односи на 
поштовање права да се лични подаци обрађују уз одговарајући ниво 
заштите. 
еУправа мора имати оквир за сигуран рад са информацијама. 
Ово подразумева да се морају предузети све мере заштите у 
информационим системима еУправе, како би се минимизирала 
могућност губитка информација или њихово неовлаштено 
мењање/коришћење, што би у одређеним случајевима могло изазвати 
несагледиве последице. Због тога је потребно развити решења и 
дефинисати поступке и мере којима ће се омогућити информациона и 
комуникациона сигурност, те створити механизми за њихову примену. 
Ово је од кључног значаја, јер се тиме стварају услови да сви субјекти 
који се користе сервисима еУправе стекну поверење да су трансакције 
које обављају са управом поуздане, заштићене и са захтеваним 
степеном поверљивости. Мере заштите података у јавној управи 
такође, директно и индиректно, имају значајан утицај и на повећање 
електронске сигурности у целом друштву. Но, претерано и неумерено 
фокусирање на сигурност може, с друге стране, резултирати 
решењима која су сувише компликована и скупа и која могу бити 
препрека за развој и примену нових технологија. Примена и 
коришћење нових информационих техника и производа и 
комуникационих мрежа је динамичан процес, што захтева 
перманентно и систематско сагледавање: могућности приступа 
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администрације критичним ресурсима, квалитета сервиса и заштитних 
механизама. Дакле, неопходно је перманентно процењивати ризикa, с 
једне стране, и сигурност система, с друге стране, и тражити 
избалансирано решење. Сигурносни механизми, такође, морају узети у 
обзир Закон о заштити личних података, и онемогућити 
неауторизовано кориштење личних података који су предмет законске 
заштите.  
Безбедност информационо комуникационих ресурса је скупа, 
али је основни предуслов сигурне комуникације између свих учесника 
еУправе (G2G, G2C, G2B). Нарушавање безбедности може да сломи 
поверење јавности у еGovernment. Поверење је витално важна 
компонента пројеката еУправе. Без поверења грађана еУправа не може 
да успе. Зато је овом сегменту посвећена велика пажња. 
 
5.6.2. Спецификација модела 
 
Модел информационе безбедности треба да омогући: 
 управљање системом заштите, 
 анализу ризика, 
 обуку, 
 евалуацију система заштите и 
 сертификацију и акредитацију. 
 
Да би се то омогућило потребно је: 
Анализа 
 Извршити анализу безбедносно релевантних пословних 
процеса и информационих система. 
 
Стандарди 
 Имплементирати стандарде најбоље праксе ИКТ заштите 
(укључење у међународно прихваћену праксу заштите, 
изградити поверења других ентитета, смањивање штетне 
последице главних инцидената, успешнија борба против 
компјутерског криминала, усклађивање праксе са правним и 
нормативним захтевима, одржавање континуитета пословања и 
др.) 
 Имплементирати интегрисан систем управљања 






 Дефинисати опсег обухвата ISMS система и информационих 
граница , 
 Дефинисати Политику безбедности највишег нивоа (Top Level 
Security Policy) за дефинисани опсег, 
 Омогућити одобрење управне структуре да се имплементира и 
пусти у оперативни рад дати ISMS систем. 
 
Ризици 
 Дефинисати приступ оцени ризика , 
 Идентификовати ризике за информациона добра у оквиру 
опсега ISMS система, 
 Извршити оцену и евалуацију ризика, 
 Извршити избор одговарајућих циљева контрола и самих 
контрола, за третирање ризика, 
 Израдити План за третирање ризика (Risk Treatment Plan) са 
избором одговарајућих циљева контрола и самих контрола, за 
третирање ризика. 
 
Процедуре и документи 
 Дефинисати Изјаве о применљивости (Statement of 
Applicability), 
 Усвојити комплетан скуп ISMS докумената, 
 Израдити одговарајуће стандарде, правила, процедуре, радне 
инструкције, 
 Израдити одговарајућа документа. 
 
Обука и ревизија 
 Извршити  основну обуку тима интерних проверавача, 
 Стално вршити интерне ревизија успостављеног ISMS-а, 
 Примењивати корективне  мере, 
 Изабрати одговорна лица за спровођење мера информационе 
сигурности (главног менаџера, менаџера заштите, 
администратора система, администратора и контролора 
(аудитор) заштите). 
За сваку од наведених тачака потребно је дефинисати назив 
активности, носиоца активности, опис активности и скуп мера, кључне 
тачке и очекиване резултате. 
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Систем заштите информација треба да оптимално обухвати: 
1. Контролу приступа (логичку и физичку) свих који 
приступају мрежи; 
2. Расположивост информација, система, мрежа, уређаја и 
потребног персонала; 
3. Аутентификацију корисника и уређаја пре давања 
приступа ресурсима; 
4. Интегритет информација, мрежа, система, уређаја и 
персонала; 
5. Поверљивост података и приступ подацима само 
овлашћеним корисницима; 
6. Непорецивост извршених активности и могућност 
верификације од стране трећег лица ; 
7. Усаглашеност са свим важним законима и 
регулативама. 
8. Упутства за заштиту и радна документа (упутства која 
сумирају аспекте контролног оквира 
(администраторска, корисничка), детаљније 
информације о специфичним питањима заштите 
(техничка упутства), графичке презентације и чек 
листе, технички билтени за нове технологије заштите 
итд) 
 
Потребно је реализовати  безбедну рачунарску мрежу са 
дефинисаним елементима: зоне, ресурси, VLAN-ови, DMZ зона, 
NAT, access сервер, wireless, proxy сервери, VPN, antimalware 
систем, централизовано сакупљање логова са уређаја рачунарске 
мреже, систем за надзор и анализу логова у мрежи, физичка 
контрола приступа што се тиче уређаја рачунарске мреже,  
шифровање података. 
 
Потребно је дефинисати скале за оцену вероватноће појаве 
претње, скале за оцену тежине последице и скале за оцену 
осетљивости на претњу (рањивости) и смернице за дефинисање 
претњи (врста, претња, извор, узрок). 
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6. ИМПЛЕМЕНТАЦИЈА (СТУДИЈЕ 
СЛУЧАЈА) РЕАЛИЗАЦИЈЕ eУПРАВЕ У 
АП ВОЈВОДИНИ 
 
У овом поглављу је описана имплементација (студије случаја) 
реализације еУправе у АП Војводини. Детaљно су описане реализације 
у вези надлежности и организација, развоја људских ресурса и обука, 
комуникационе инфраструктуре, методологије развоја софтвера, 
јавних сервиса, софверске архитектуре, стандарда и 
интероперабилности као и информационе безбедоности.  
6.1.Надлежности и организација 
 
Аспекти надлежности у јавној управи обухватају: 




 финансијски надзор  и 
 заштиту података. 
 
6.1.1.Креирање политике и стратегије у органима покрајинске 
управе 
 
За дефинисање политике/стратегије развоја електронске управе 
у покрајинским органима а у складу са свим републичким смерницама, 
задужено је више повремених и сталних тела на нивоу покрајинске 
управе. Покрајински секретаријат за науку и технолошки развој је 
15.06.2005. године, формирао Савет за реализацију програма 
еВојводина. Савет чине експерти са факултетских и научних 
институција и представници Владе АПВ. Влада АПВ је 12.10.2007. 
године формирала Комисију за управљање стратегијом еУправе 
покрајинских органа, на челу са председником Владе АПВ (чланови 
Комисије су осим експерата из Владе АПВ и научни радници са 
факултета у Новом Саду). Касније током реализације сваког од 
пројеката, сервиса и апликација које су представљале основ за 
еУправу, формиранe су увек посебне комисије за спровођење 
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одговарајуће јавне набавке и увек се одређивао координатор 
активности. 
Током израде стратешког документа „Стратегија еУправе 
покрајинских органа‖ ангажован је тим страних експерата са 
искуством из ове области који су помогли у јасном дефинисању визије 
еУправе, као и акционог плана за наредних пет година. 
 
6.1.2. Послови координације у органима покрајинске управе 
 
Послове координације на развоју информационог друштва и 
електронске управе у покрајинским органима а у  складу са свим 
републичким смерницама, води Савет за реформу еУправе на челу са 
председником Владе АПВ. Реализација еУправе У АП Војводини 
одвија се кроз програм еВојводина и Стратегију еУправе покрајинских 
органа. 
 
6.1.3. Послови имплементације у органима покрајинске управе 
 
За имплементацију пројеката од заједничког значаја за АП 
Војводину задужена је Управа за заједничке послове покрајинских 
органа, Сектор за информатику. 
 
6.1.4. Послови подршке у органима покрајинске управе 
 
За пружање ИКТ подршке покрајинским органима задужена је 
Управа за заједничке послове покрајинских органа, Сектор за 
информатику. 
 
6.1.5. Финансијски надзор у органима покрајинске управе 
 
Финансијски надзор се реализује путем управе за јавне набавке 
на основу Закона о јавним набавкама. Ревизију пословања државних 
органа, укључујући и надлежне органе за ИКТ врши Државна 
ревизорска институција, као самосталан и независан државни орган, 
одговоран Народној Скупштини Републике Србије.  
 
6.1.6. Заштита података у органима покрајинске управе 
 
Управа за заједничке послове покрајинских органа, Сектор за 
информатику је задужен за заштиту података и имплементацију ПКИ 
инфраструктуре на нивоу покрајинских органа. 
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6.2. Развој људских ресурса и обуке (студије 
случаја) 
 
6.2.1.Студија случаја 1 - ECDL обука и сертификација 
 
Обука за покрајинске службенике 
До примене одлука дефинисаних моделом описаним у 
претходном поглављу, ИТ професионалци су били различитих степена 
школске спреме, различитих профила образовања, стручњаци 
различитих нивоа знања, који у недостатку заједничких пројеката 
покрајинских органа и координираних активности на увођењу ИКТ, 
нису развили чвршћу везу ни успоставили одговарајући степен 
сарадње и размене професионалних искустава и знања. Од укупног 
броја запослених, ИТ професионалци су чинили свега 3%. Старосна 
структура људских ресурса је била  изнад просека у односу на 
стандарде у овој области. Према подацима о старосној структури 
покрајинских органа управе, око 60% покрајинских службеника су 
били у добу од 41 до 60 година живота. Корисници система еУправе 
унутар покрајинских органа различитих су профила образовања, без 
адекватних знања и едукације (нико није имао ECDL сертификат). 
Како се развоју људских ресурса у овој области до тада, није 
приступало плански, стручно и систематски, информатичка култура и 
дисциплина корисника је била на ниском степену, а свест о потреби 
међусобног комуницирања електронским путем није била довољно 
развијена. Дотадашњи начин рада у органима покрајинске управе када 
је у питању ИКТ био је строго децентрализован, без координације 
људских ресурса и заједничког развоја информационих технологија. 
Потпуно децентрализована имплементација ИКТ представљала је  
окружење које не захтева напоре на координацији и синхронизацији 
стручњака, али негативан ефекат тога је био неуједначеност 
инфраструктуре, различите визије развоја и унапређивање, 
нејединствен наступ ка трећим лицима итд.  
У реализацији еУправе не треба да учествују само 
информатичари. Врло важан фактор је и укључивање осталих 
корисника и обука државних службеника. Државни службеници увек 
имају отпор према еУправи и увођењу нових технологија. Руководство 
може да игра важну улогу и да креира позитивну атмосферу за 
промену, тако што ће осигурати адекватну обуку и награђивање оних 
који подржавају промене ка еУправи. У Табели 6.2.1. дат је преглед 
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спроведених обука коју је организовао Сектор за информационе 
технологије за запослене у органима покрајинске управе. 
 








Реализација ECDL обуке I фаза 30.09.2008. 270 39.160 
Реализација ECDL обуке II фаза 18.11.2008. 180 23.125 
Реализација ECDL обуке III фаза 22.09.2009. 75 21.405 
Реализација ECDL обуке IV фаза 21.06.2010. 180 42.873 
Рачунарска учионица за обуку (20 
рачунара, видео бим, лаптоп, 
графоскоп) 
06.2008. 45 18.913 
Методолошке обуке за 
оспособљавање IТ службеника за 
реализацију стратегије  еУправе 
20.03.2008. 60 16.032 
Анализа и стандардизација процеса 
еУправе (Business Process 
Reenginering - BPR) - Пилот 
пројекат 
16.01.2009. 119 8.753 
УКУПНО:   170.262 
 
У Влади АП Војводине је пуно пажње посвећено обуци 
покрајинских службеника. Дефинисан је временски рок за 
имплементацију обука, корак по корак. 
Пре саме обуке, извршена је анкета у свим покрајинских 
органима и установљено да према опису радног места и послова које 
обављају, укупно 878 покрајинских службеника треба да користи 
рачунар и има основна информатичка знања. 
Због тога је покренута ECDL обука и сертификација. Управа за 
заједничке послове је постала тестинг центар и сопственим снагама 
адаптирала и опремила учионицу за ECDL обуку. 
Нека искуства Владе Војводине током трогодишње примене 
ECDL обуке и сертификације: 
 Комисија за праћење реализације еУправе покрајинских органа 
на седници од 30.06.2009. године, прихватила први извештај о 
спроведеној обуци и сертификацији покрајинских службеника 
по ECDL стандарду. 
 Добијена подршка менаџмента и председника Владе АПВ за 
спровођење обуке и сертификације. 
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 Извршена анкета покрајинских службеника и намештеника. 
Aнкета је извршена у фебруару 2008. године пре почетка 
спровођења поступка јавне набавке. 
 У систематизацију радних места убачен је услов ECDL start 
или ECDL core са дефинисаним роком полагања свих 
потребних модула. На седници Извршног већа АПВ 
(13.02.2008.) одобрено је да се у систематизацију свих 
покрајинских органа, дирекција и служби убаци ECDL као 
услов за радна места која захтевају рад на рачунару. 
 Редовно одржавани састанци Комисије за управљање 
стратегијом еУправе покрајинских органа, са приказом 
извештаја о тренутном стању обуке и сертификације. 
 Обавезно извештавање надлежних покрајинских секретара. 
 Интензивно вршење обуке – сваки дан 2 или 4 часа. 
 Обавезно водити евиденцију присутности (присутност на 
обуци је услов доброг успеха на полагању и присутност је била 
95,7%) 
 Прво полагање плаћа Влада АПВ, а ако модул није положен, 
свако наредно полагање плаћа кандидат.  
 Обављено предтестирање кандидата, како би се јасно стекао 
увид у знање кандидата и како би се формирале уједначене 
групе кандидата. Интересантно је напоменути да је просечна 
оцена предтестирања 51,4%,  а након обуке и полагања 
просечна оцена свих тестова свих кандидата је преко 90%. 
 Пролазност кандидата на испитима: 93,5%  
 Уведена књига утисака за кориснике. 
 На крају обуке спроведена анкета за полазнике, како би се 
добило неутрално мишљење корисника о овој обуци. 
 Успостављен систем обавештавања корисника (на интранету 
формиран посебан сајт посвећен ECDL-у са свим неопходним 
информацијама и базом знања за најчешће постављана питања 
и даване одговоре администратора). У јануару 2008. године 
постављена ECDL интранет страница. 
 Омогућено коришћење eLeаrning система са формираном 
базом података са подацима о курсевима, полазницима и 
испитивачима. У јуну 2009. године постављена апликација, а 
са уносом података се почело у септембру исте године. 
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Обука за ИТ професионалце 
Поред спроведене ECDL обуке вишег нивоа (ECDL core), за 
информатичаре покрајинских органа су спроведене разне 
методолошке обуке: 
1) GDPM (Goal Direct Project Management) 
2) ITIL (Information Technology Infrastructure Library) 
3) SSADM (Structured System Analysis and Design Method) 
4) Информатичка безбедност 
Овим обукама информатичари се полако припремају за 
методологије које ће помоћи бржем увођењу еУправе. Методолошке 
обуке су реализоване у првој половини 2008. године у трајању од 30 
дана. 
У складу са спецификацијом захтева, Сектор за ИТ, перманентно 
одржава : 
 додатне информатичке и методолошке обуке за ИТ 
професионалце у покрајинским органима, 
 радне састанке са ИТ професионалцима у покрајинским 
органима и презентацију урађених послова из области 
ИТ, 
 сусрете са локалним администраторима из локалних 
самопуправа са подручја Војводине и презентације нових 
технолошких решења, 
 сусрете са ИТ компанијама са подручја Војводине, 
 презентацију високом и средњем нивоу руководства и са 
циљем обезбеђења подршке. 
 
Обука за грађане 
У оквиру јавних сервиса за грађане, постављају се одговарајућа 
упутства. Рецимо за систем еКонкурси постоји постављено упутство за 
коришћење апликације од стране екстерних корисника, накачено на 
саму апликацију. За нове јавне сервисе се планира боље обавештавање 
јавности (грађана и привредних субјеката), штампање флајера и 
брошура, информисање путем медија и друго. 
 
6.2.2. Студија случаја 2 – Примена нових образовних технологија 
у развоју људских ресурса  
 
Један пример приступа развоју људских ресурса је примена 
нових образовних технологија која је у покрајинским органима управе 
подржана реализацијом система еУчење. 
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Систем еУчења обезбеђује једноставан и брз приступ 
информацијама, наставним материјалима, што има за циљ квалитетно 
пренесено знање корисницима из разних области. Корисници могу 
сами да уређују своје корисничке профиле. Систем омогућава 
употребу форума и причаоница ради интерактивне размене 
информација и дискусија на одређене задате теме. Систем подржава 
самосталну проверу знања решавањем предтестова, које систем сам 
оцењује и омогућава аутоматско праћење напретка корисника.  
 
Систем је заснован на апликацији Мудл (енг. Мооdle - Мodular 
Object-Orijented Dynamic Learning Envionment) чија је основна намена 
израда и одржавање оn-line курсева на Интернету.  
 
Имплементирани систем еУчење пружа рачунарску подршку 
при организацији и извођењу оn-line курсева што обухвата: 
 
• планирање динамике курсева, 
• управљање корисничким улогама, 
• управљање групама корисника, 
• рад с већ постојећим датотекама и образовним садржајима, 
• израда различитих врста оnline тестова, 
• праћење активности корисника, 
• коришћење алата за комуникацију и тимски рад, 
• креирање речника појмова, 
• управљање системом, 
• свеобухватан систем помоћи итд. 
Како је Мудл web апликација, окружење еУчење је доступно 
из неког од стандардних web читача, као што су Иnternet Explorer, 
Firefox или Оpera. 
 
Имплементирани садржаји и материјали 
 
Од материјала, на систему еУчење се на располагању 
корисницима налазе лекције везане за основне функционалности 
оперативног система Microsoft Windows 7 и алата MS Office 2010, 
лекције везане за Основе информатике и лекције везане за употребу 
система еУчење.  
Лекције у вези основних функционалности оперативног система 
Microsoft Windows 7 и алата Office 2010 подељене су по областима - 
основне разлике између: 
 оперативног система Windows XP и Windows 7, 
 верзија апликације за уређивање текста Word 2003 и Word 2010,  
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 верзија апликације за табеларне калкулације Excel 2003 и Excel 
2010, 
 верзија апликација за размену e-mail порука Microsoft Outlook 2003 
и Microsoft Outlook 2010 и  
 верзија апликације за уређивање презентација PowerPoint 2003 и 
PowerPoint 2010.  
 
Лекције у вези основа информатике, чине лекције за припрему 
испита за добијање ЕCDL сертификата и подељене су по ЕCDL 
модулима:  
 основе информационих технологија (модул 1), 
 основе коришћења рачунара и управљање датотекама (модул 2),  
 обрада текста (модул 3),  
 табеларне калкулације (модул 4),  
 базе података (модул 5),  
 презентације (модул 6) и  
 информације и комуникације интернет и e-mail (модул 7).  
 
Лекције везане за основе рада у систему еУчење су подељене по 
областима:  
 за полазнике курсева,  
 за предаваче,  
 за администраторе,  
 за инсталацију система и  
 за употребу SCORM генератора лекција. 
 
Предвиђено је да се на основу SCORM стандарда обезбеђује 
лака интеграција нових садржаја који се могу набавити преко 
интернета, међутим још увек је заинтересованост запослених врло 
мала. 
 
Искуства у коришћењу 
 
Систем еУчење је првенствено представљао подршку 
корисницима који се припремају за полагање испита за добијање 
ЕCDL сертификата, где су на једном месту могли пронаћи све лекције 
везане за модуле као и примере тестова, а за неке области да изврше и 
самотестирање.  
Садржаје може да поставља свака особа обучена за коришћење 
система еУчење, за коју се подразумева да је информатички писмена и 
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влада основним командама за коришћење интернета, уређивање текста 
и основним информатичким појмовима.  
Велики број корисника има отпор ка материјалима у 
електронској форми, те им електронски садржаји нису практични за 
употребу и преферирају садржај у папирној форми. Потребно је 
уложити велики труд како би се корисници анимирали и прихватили 
материјале у електронској форми. 
 
Могућност за даља унапређења 
 
Сервис еУчења органа покрајинске управе, се може учинити 
јавно доступним, грађанима и то креирањем курсева који су јавно 
доступни не само регистрованим члановима на систему еУчење већ и 
корисницима у улози гостију, посетиоца сајтова органа покрајинске 
управе. На основу овлашћења и надлежности органа покрајинске 
управе систем еУчења се може користити за: 
 припрему jезичких испита,  
 припрему државних стручних испита и лиценци,  
 припрему правосудних испита, као и 
 увођење форума и јавних дискусија на тему полагања испита.  
 
Могли би се постављати различити материјали за : 
 аплицирање на конкурсима које расписују органи покрајинске 
управе, и  
 материјали за едукацију пољопривредника и привредника за 
употребу средстава из фондова за развој пољопривреде, 
привреде или неких сличних области.  
 
Могао би се направити систем који деци и младима ближе 
описује начин функционисања покрајинске Владе, како би се деца од 
малих ногу заинтересовала и упутила у основе рада Владе АПВ и 
органа покрајинске управе. Покрајински секретаријат за образовање, 
прописе и националне заједнице би за сектор образовања могао да 
постави материјале из области : 
 предавања из наставних предмета, 
 матурских испита са примерима тестова и могућношћу 
самотестирања, 





За успешну имплементацију ИКТ у органима јавне управе од 
пресудног значаја је капацитет људи да ове технологије 
имплементирају и користе. Најважнији фактор на примену ИКТ у 
органима јавне управе је знање и вештина запослених за коришћење 
информационо-комуникационих технологија. Због тога је неопходно 
тај ниво подизати. У документу [Коњовић 2011] је дат предлог скице 
минималног програма едукације за запослене у органима јавне управе 




органима  државне 
управе 
Грађани - корисници 
електронских сервиса 
EqualSkills ОБАВЕЗНО ОБАВЕЗНО 
e-Citizen ОБАВЕЗНО ОБАВЕЗНО 
ECDL Модули: 1-4, 
7,11,12 
ОБАВЕЗНО ПОЖЕЉНО 
ECDL Сви модули ПОЖЕЉНО ПОЖЕЉНО 
 
 
6.2.3. Студија случаја 3 - Сарадња са другим институцијама 
 
У току реализације еУправе, Влада АП Војводине је имала 
сарадњу са: 
 Надлежним министарствима Републике Србије 
 Локалним самоуправама са подручја Војводине 
 Привредним субјектима који су се могли укључити у 
имплементацију еУправе 
 Научно инстраживачким инситуцијама које су подржале и 
давале смернице за развој еУправе. 
 
Поред сарадње са наведеним институцијама, врло корисна је и 
сарадња на међунардном нивоу. Влада АП Војводине је учествовала 
на међунардном пројекту SWEB из групе FP6 пројеката. Тачан назив 
пројекта је : Secure, interoperable, cross border m-services contributing 
towards a trustful European cooperation with the non-EU member Western 
Balkan countries. Пројекат је трајао 27 месеци од 01.01.2007. до 
31.03.2009. године са укупно 232 човек месеци.У пројекту је 
учестовало 12 партнера са 4 подизвођача из укупно 12 држава, од чега 
је 5 чланица ЕУ а 7 није. 4 научно истраживачке организације, 5 
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техничких провајдера и 7 пилот сајтова је  било укључено у  пројекат.  
Буџет пројекат је био 1,3 милиона евра.  
 
Искуства Владе Војводине током 27- месечног рада на овом 
пројекту су следећа: 
 Побољшање регионалног развоја и блиска сарадња са ЕУ 
земљама.  
 Сарадња са земљама у окружењу и суочавање са проблемима 
non-EU земаља,  
 Сарадња са истраживачким организацијама и унос теорије и 
науке у пројекат, 
 Сарадња са техничким провајдерима и унос  технологије у 
пројекат (од стране техничких провајдера), 
 Обезбеђивање подлога за научне резултате, 
 Приступ и рад са реалним технолошким проблемима, 
 Добијање знања и искуства на дизајнирању Wеб сервиса за 
mGovernment 




6.3. Комуникациона инфраструктура (студија 
случаја) 
 
Непосредно по завршетку спецификације модела уобличене кроз 
пројектно техничку документацију рачунарско комуникационе 
инфраструктуре еВојводине, приступило се реализацији локалне 
рачунарске мреже у објектима Скупштине и Владе АПВ, а потом је 
пројектована и реализована локална рачунарска мрежа више удаљених 
објеката. Ова мрежа представља основну комуникациону 
инфраструктуру еУправе АПВ.  





Мрежа је реализована у 3 фазе: 
I фаза – реализација локалне рачунарске мреже (пасива и 
актива) 
II фаза – дуплирањем напајања, централног свича и 
главних комуникационих путева је обезбеђена додатна 
сигурност рачунарске мреже  
III фаза – комплетна реализација WAN мреже. 
 
6.3.1.1. Локална рачунарска мрежа I фаза 
Основне карактеристике реализоване рачунарске мреже су: 
 120 km UTP каблова 
 4500 m оптичких каблова  
 2876 UTP прикључних места за рачунарску опрему 
 17 телекомуникационих кутија  
 2 професионална свича (core ниво) 
 79 приступних свичева (access ниво) 
 7 уређаја за бежично повезивање (wireless)  
 рутери, приступни (access) сервер, два Firewall-а 
 уређаји за непрекидно напајање (UPS) 
 CA и radius certificate 
 
6.3.1.2. Локална рачунарска мрежа II фаза 
Реализацијом II фазе локалне рачунарске мреже Скупштине и 
Владе АПВ омогућено је следеће: 
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• BACKUP: Редудантни (резервни) централни switch CISCO 
4506 којим се онемогућава отказ рачунарске мреже у згради 
Владе АПВ.  
• Све постојеће конекције према дистрибутивним орманима у 
згради и према Скупштини  „дуплиране″.  
• Проширење Wireless (бежичне) мреже у згради Владе и 
Скупштине АП Војводине на преостале сале и холове. 
• Ожичење сале за састанке на 3 спрату где се одвијају седнице 
Владе и других радних тела (еDocumentus) чиме се омогућава 
редуданост са постојећом wireless конекцијом.  
• Конекција са новонабављеним blade серверима који ће 
омогућити уз помоћ софтвера за виртуалзацију (VMware) 
потпуну виртуалну инфраструктуру сервера и сервиса. 
• Непрекидно напајање битних елемената рачунарске мреже 
уградњом управљивих UPS уређаја, који у случају нестанка 
електричне енергије обезбеђују напајање сервера и активне 
мрежне опреме као и друге битне опреме. 
 
6.3.1.3. Локална рачунарска мрежа III фаза - WAN рачунарска 
мрежа 
Поред зграда Скупштине и Владе АПВ, путем 
телекомуникационих и рачунарских технологија повезане су удаљене 
локације у којима постоје органи АПВ. То су следеће локације: 
 
Објекат ДТД-Бул.М.Пупина 25 
• Инсталирана савремена пасивна и активна опрема са 
могућношћу прикључења 332 рачунара.  
• Мрежа повезана са локалном рачунарском мрежом Скупштине 
и Владе АПВ (2MB)  
• 2 преносна пута (жични као радни и бежични као резервни). 
• На локалну рачунарску мрежу ДТД-Булевар М.Пупина број 25, 
су тренутно прикључени следећи органи покрајинске управе: 
Санитарна инспекција, Покрајински Омбудсман, Стручна 
служба за реализацију програма привредног развоја АПВ, 
Канцеларија за инклузију Рома и Дирекција за робне резерве. 
 
Мастер центар Новосадског сајма 
• Примењујући напредне сервисе Телекома као комуникационог 
провајдера, повезане су зграде Владе и дела зграде у Мастер 
центру путем L2VPN услуге.  
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• Пропусни линк између ове две локације је 1Мб/с. У Мастер 
центру тенутно ову везу користи Канцеларија за Европске 
послове. 
 
 Центар за привредно-технолошки развој Војводине на 
Андревљу 
• Положен оптички кабел од Телеком центра у Баноштору до 
објекта на Андревљу, 
• Реализована рачунарска мрежа у свакој соби и сали. 
• Повезана локална рачунарска мрежа објекта на Андревљу са 
локалном рачунарском мрежом Скупштине и Владе АПВ. 
• Реализован приступ интернету. 




Рачунарска мрежа покрајинских органа представља једну од три 
највеће у АП Војводини и реализована је на такав начин, да може да 
задовољи потребе бар наредних десетак година. Основне техничке 
карактеристике су: 
• обезбеђено скоро 3000 прикључних места.  
 међусобно дељење ресурса, брза размена података и 
заједнички рад на интерним пословима, 
 размена електронске поште, фајлова и материјала, 
 предуслов за организацију интерних web и ftp сервера, 
 укидање појединачних налога и dial-up сервиса – уштеда у 
времену и одржавању,  
 могућност одржавања мреже од стране мањег броја 
специјалиста са једног места у мрежи, 
 обучавање и стицање искуства екипе за одржавање рач. мреже, 
 сагледавање евентуалних проблема и потреба за надоградњом 
рачунарске мреже. 
 










 Јединствена веза са Интернетом са линком од 12Мб/с, 
 Сви корисници у удаљеним објектима имају сву 
функционалност као да користе локалну рачунарску мрежу 
Скупштине и Владе АПВ. 
 Повезане организационе јединице Скупштине и Владе 
Аутономне Покрајине Војводине, односно њихови рачунарски 
ресурси, у јединствену инфраструктуру отворену за каснији 
технолошки развој, 
 Повезаност корисника (преко 800),  
 Повезивање локалних мрежа у јединствену WAN мрежу је 
урађено на нивоу L2VPN. 
 
6.3.4. Логичка архитектура 
 
 Oмогућено oчување логичке топологије мреже. 
 Омогућено очување раздвојености логичких целина мреже. 
 
6.3.5. Механизми заштите 
 
 Спречавање неовлашћеног приступа (Firewall), 
 Спречавање и/или ублажавање последица спољашњег напада 
на ресурсе (транслација мрежних адреса и транслација и 
мапирање мрежних портова, стална провера рањивости итд), 
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 Контролисани приступ преко јавне мреже, Интернета, 
дислоцираних делова и употребом бежичних путева 
(динамичке и временски базиране access листе, policy базирана 




Реализовано је праћење перформанси мреже, протока и 
оптерећења као и других мрежних параметара као што су меморија 
или CPU оптерећење, on-line очитавање и периодично коришћење 
трендова за оптимизацију ефикасности, распоређивање и подешавање, 
рутера, firewall-a, servera, и других мрежних компоненти. То је један  
од најбитнијих послова одржавања рачунарске мреже. 
За те потребе користи се више различитих алата и метода  од 
чега су два најчешћа и то су: MRTG и ISA извештавање. 
 
MRTG 
MRTG (The Multi Router Traffic Grapher) је алат (софтвер) за 
праћење оптерећења мрежних линкова. MRTG генерише HTML стране 
које садрже слике које дају живу презентацију мрежног саобраћаја. 
MRTG није лимитиран на праћење саобраћаја, већ се може 
користити и за друге SNMP варијабле као што су: System Load, Login 
Sessions, Modem availability. 
Са MRTG-om може се пратити следеће:  
• улазни и излазни пропусни опсег (b/s)  
• конекције у секунди 
• укупан број истовремених сесија  
• било који параметар који има SNMP бројач или OID 
MRTG прати SNMP мрежне уређаје и даје слике које приказују 
колико је мрежног саобраћаја прошло кроз сваки интерфејс. 
 
На слици 6.3.6.  је пример графикона који генерише MRTG. 
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Слика 6.3.6. Просечно дневно оптерећење мреже у току године 
 
ISA сервер -  извештаји о мрежном саобраћају 
ISA сервер има улогу proxy сервера који кешира захтеве 
корисника ка интернету и на тај начин убрзава и оптимизује интернет 
конекцију. Такође ISA сервер бележи сав мрежни саобраћај који 
пролази кроз њега и даје велики број извештаја по различитим 
критеријумима који омогућавају лакшу анализу мрежног саобраћаја и 
других битних параметара.  
Сви извештаји се деле у пет великих група, а свака група садржи 
одређен број предефинисаних извештаја. Ти извештаји су следећи: 
Сумарни извештаји: Protocols, Top Users, Top Websites, Cache 
Performance, Traffic, Daily traffic  
Коришћење Web-a: Top Web Users, Object Types, Top Browsers, 
Operating Systems  
Коришћење апликација: Protocols, Top Application Users, Top 
Applications, Operating Systems,  Top Destinations. 
Саобраћај: Protocols, Traffic, Cache Performance, Connections, 
Processing Time, Daily traffic,  Errors  








Табела 6.3.7. Преглед активности у оспособљавању ИКТ 
инфраструктуре 






1. Реализација локалне 
рачунарске мреже у објектима 
Скупштине и Владе АПВ 
04.09.2006 105 621.155 
2. CISCO WORKS - софтвер за 
надгледање и управљање 
рачунарском мрежом 
25.12.2006. 120 12.666 
3. Пројекат локалне рачунарске 
мреже у удаљеном објекту ДТД 
22.06.2007. 90 1.522 
4. Реализација локалне 
рачунарске мреже у удаљеном 
објекту ДТД - пасива 
26.09.2007. 90 25.640 
5. Реализација локалне 
рачунарске мреже у удаљеном 
објекту ДТД- актива 
20.11.2007. 90 23.970 
УКУПНО:   684.953 
 
Реализованом рачунарском мрежом су преузете и разне обавезе 
од локалних администратора, који су донекле одржавали до тада 
постојеће неуправљиве рачунарске мреже. Обавезе и централизоване 
активности током експлоатације нове ИКТ инфраструктуре су следеће: 
 Одржавање нове рачунарске мреже, 
 Стално техничко унапређење мрежних ресурса, 
 Стални додатни трошкови за перманетне обуке кадрова и 
праћење нових технологија у свету у овој области, 
 Стално праћење безбедности информационо комуникационих 
ресурса. 
 
Реализацијом овакве локалне рачунарске мреже Скупштине и 
Владе АПВ, обезбеђена је инфраструктура и сви технички предуслови 
за спровођење програма еВојводина и стратегије еУправе 
покрајинских органа. 
 
6.3.8. Искуства током реализације рачунарских мрежа 
 
Специфичности постојећих рачунарских мрежа у Влади АПВ, се 
могу разврстати по следећим критеријумима: 
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• По питању корисника 
– Велики број (тридесетак) покрајинских органа, 
– Непостојање локалних администратора у сваком 
покрајинском органу, 
– Различит ниво знања и оспособљености локалних 
администратора, 
– Различит значај покрајинских органа и бројност 
запослених, 
– Различита опремљеност рачунарском опремом. 
• По питању објекта 
– Објекти Скупштине и Владе АПВ су, као и многи 
објекти државних органа, стари више од 70 година и 
под заштитом Завода за заштиту споменика културе, 
што значи да се за сваку интервенцију на објекту мора 
тражити сагласност и дозвола Завода, 
– Постојећа техничка документација за објекте овог типа 
је стара и са одступањима од стварног стања, 
– Нема адекватних просторија за мрежна чворишта и 
телекомуникационе кабинете, 
– проблем провлачења каблова. 
• По питању услова рада: 
– У објектима државне управе, могућ је рад извођача 
само после подне, 
– У органима државне управе је често велики број 
протоколарних манифестација који спречава чак и 
послеподневни рад извођача и условљава рад ноћу, 
– У органима државне управе наравно постоје такозвани 
„Непријатни корисници‖ који су увек против било 
каквих промена, и који и малу грешку у извођењу 
радова мистификују и праве проблем. 
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6.4.  Софтвер 
 
6.4.1. Методологија развоја софтвера (студија случаја) 
 
6.4.1.1. Студија случаја 1 - Апликација за електронско праћење 
седница Владе и радних тела АП Војводине 
 
Спецификација информационих захтева 
Ова апликација омогућава рад са документима у електронском 
формату, дефинисање пословних процеса и контролу пословног тока. 
Користи се за: 
a. Припрему докумената за седнице Владе АПВ, 
b. Електронско управљање седницама радних тела и 
комисија, 
c. Електронско праћење седница Владе АПВ. 
Омогућено је на свим седницама, интерни message-инг систем, 
аутомаско генерисање записника и снажни search механизам за 
претраживање докумената и метаподатака. 
 
Апликација је у потпуности урађена према спецификацији 
модела који је описан у претходном поглављу: 
Корисничке улоге: 
Дефинисани су следећи типови корисника: Обрађивач, Давалац 
мишљења, Потписник, Секретар Владе АПВ и  Председник Владе 
АПВ. 
Случајеви коришћења: 
Сви случајеви коришћења у процесу припреме и одржавања 
седница Владе АПВ: 
формирање предлога/нацрта, прибављање мишљења о 
предлогу/нацрту, ревизија предлога/нацрта, правно-техничка 
редакција предлога/нацрта, потписивање предлога/нацрта, пријем 
предлога/нацрта, формирање дневног реда, сазивање седнице и 
формирање записника. 
Дијаграм активности: 
Све активности у припреми и извођењу седница Владе АПВ су: 
припрема материјала, достављање материјала, припрема и сазивање 
седнице, одржавање седнице и формирање записника. 
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Типови докумената: 
У оквиру процеса припреме и одржавања седница Владе АПВ 
дефинисано је неколико типова докумената чија структура је, у 
одређеној мери, дефинисана Пословником Владе АПВ:   
предлог/нацрт, дневни ред, сазив седнице и записник. 
 
Имплементација софтвера 
Имплементација је у потпуности урађена према спецификацији 
из претходног поглавља  с тим да је пилот инсталација и даље у 
функцији, јер је тиме омогућено да нови корисници раде и обучавају 
се у тестном окружењу. 
 
Искуства током коришћења 
У априлу 2007. године апликација је тестирана и пуштена у рад. 
У почетку коришћења је постојао отпор корисника за коришћење ове 
апликације. Међутим разумевањем руководства Владе АПВ, дата је 
пуна подршка коришћењу ове апликације и прва електронска седница 
је одржана 03.09.2007. године. Апликацију сада користи преко 300 
корисника и до сада је одржано електронски 216 седница Владе АПВ и 
945 седница радних тела и Комисија које разматрају електронске 
материјале пре седнице Владе АПВ. Укупно је на седницама Владе 
АПВ до сада електронски обрађено 3.997 материјала а на седницама 
радних тела и Комисија је обрађено 21.148 прилога, мишљења, 
пропратних аката, извештаја и записника. Током досадашњег 
четворогодишњег коришћења, апликација је надограђивана новим 
функцијама и модулима у циљу прилагођавања потреба корисника.  
 
Надоградња апликације eDocumentus је везана за пословне 
токове, прегледе и претраге материјала :  
  
Измене код тока одвијања седница радних тела: 
 измена редоследа тачака дневног реда, са видљивом 
нумерацијом тачака,  
 избор и промена председавајућег на седници, 
 додавање и избацивање тачака дневног реда приликом 
усвајања дневног реда, а могућност избацивања тачака у току 
одвијања седнице,  
 одлагање седнице радног тела са могућношћу реизбора тачака 
које ће се разматрати на седници заказаној у новом термину.  
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Измене код тока одвијања седница Владе: 
 измена редоследа тачака дневног реда, са видљивом 
нумерацијом тачака, 
 избор и промена председавајућег на седници,  
 додата могућност уврштавања материјала по хитном поступку 
у дневни ред седнице Владе (то су материјали који чекају 
разматрање на седници радног тела, па регуларно не могу бити 
уврштени у дневни ред седнице Владе),  
 приликом евидентирања присутних на седници додата 
могућност да се евидентира присуство председника Владе,  
 додавање и избацивање тачака дневног реда приликом 
усвајања дневног реда,  
 након завршетка седнице, додата је могућност да материјал 
није ни усвојен ни неусвојен, и да, уз формирану белешку 
Владе, ток му се враћа ка шефу Бироа секретара уз могућност 
избора даљег тока. 
  
Формирање и процесуирање материјала: 
 Приликом формирања материјала, додата могућност накнадног 
додавања и брисања докумената прилога материјала,  
 Додата је могућност поновљеног слања материјала на 
мишљење код релевантних органа,  
 Регистровање датума и времена пријема материјала у Биро,  
 Избор различитих токова материјала при пријему у Бироу за 
различите врсте материјала (ванседнични материјали, 
материјали који се разматрају само на седници радног тела, 
материјали који се разматрају само на седници Владе, 
материјали који се разматрају и на радним телима и на Влади). 
Од тока материјала зависи и пропратна документација која се у 
даљем процесу формира у предметима.  
 Могућност враћања материјала обрађивачу на дораду (након 
формирања белешке са седнице Владе, након формирања 
белешке са седнице радног тела или након прве контроле по 
пријему у Биро),  
 формирање закључака радних тела код материјала који се не 
разматрају на влади и архивирање тих материјала.  
  
На личној страници корисника је додата могућност избора 
заменика за корисника који је обрађивач материјала. На истој 
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страници је постављена и могућност избора редоследа појављивања 
различитих страница, које корисник сам може да ажурира. 
Додата страница за претрагу записника радних тела и Владе са 
избором по мандатима. 
Додата страница за преглед седница, где се материјали могу 
прегледати у оквиру седница (нису само линкови ка материјалима). 
На страници администрације додата могућност контроле и 
измене у процесима (преглед задатака по корисницима, преглед и/или 
групно или појединачно суспендовање или завршавање процеса на 
основу његовог назива).  
На страници за преглед материјала омогућен је преглед 
материјала који су у процесу, сортираних по радним телима која треба 
да их разматрају, а додат је и преглед неразматраних материјала 
Владе. 
Слање порука из апликације:  
Решавање проблема са исписом наших карактера у порукама 
које се електронском поштом шаљу из апликације корисницима. 
Корекције текстова уз материјале који се шаљу електронском поштом. 
Формирање XМЛ фајлова након завршетка седница (са 
подацима о седницама и материјалима разматраним на њима), за 
примену у апликацији еСеднице.  
Оптимизација у складу са новим верзијама eDocumentusa. 
Сређивање параметара и материјала код новог мандата Владе. 
 
Предности увођења апликације: смањења потрошња папира, 
електронизација свих докумената, могућност лаког претраживања 
докумената, чување логова приликом електронског гласања по свакој 
тачки дневног реда итд итд. 
У плану је надоградња апликације са логовањем преко AD 
(active directory), могућност  удаљеног приступа и присуства 
електронској седници из „света‖ итд. 
 
6.4.1.2. Студија случаја 2- еКонкурси 
Апликација еКонкурси представља типичан јавни сервис органа 
покрајинске управе. При томе, ова апликација обезбеђује, како 
подршку спољашњим корисницима – апликантима на конкурсе, тако и 
подршку административним службеницима у обављању интерних 
задатака пословног процеса. Због тога је она изабрана као студија 
случаја у овој дисертацији. 
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6.4.1.2.1. Спецификација информационих захтева 
 
Основна намена софтверског система еКонкурси јесте 
обезбеђење информатичке (софтверске) подршке пословним 
процесима који се одвијају током спровођења конкурса за доделу 
средстава у органима покрајинске управе и фондовима чији је оснивач 
Скупштина АП Војводине. 
Софтверски систем еКонкурси је пројектован и реализован тако, 
да подржава целокупан животни циклус конкурса за доделу средстава 
у органима покрајинске управе, односно да подржава целокупан 
процес припреме и објављивања текста конкурса, пријем, контролу и 
допуну приспелих пријава, обраду конкурсног материјала (поднетих 
пријава), доношење конкурсне одлуке, обавештавање пријављених, 
припрему и потписивање уговора о додели средстава, исплату 
средстава, праћење реализације уговора, као и подношење 
периодичних и коначних извештаја, све до архивирања. Софтверски 
систем еКонкурси омогућава да се од тренутка објављивања конкурса 
за доделу средстава, кроз све фазе, све до архивирања, прати статус 
поступка и врши провера података преко Интернета. Такође, систем 
омогућава електронски обухват докумената, њихову електронску 
дистрибуцију, потпуно праћење дефинисаних радних токова у складу 
са свим релевантним пословним правилима, процес верификације и 
контроле докумената у складу са правима ауторизованих корисника 
система, централно архивирање и ефикасно претраживање архиве 
докумената у електронском облику. Софтверски систем еКонкурси 
омогућава једноставну интеграцију у систем еУправе АП Војводине и 
Републике Србије. Приликом реализације система коришћен је 
објектни приступ и важећи стандарди у области пројектовања и 
имплементације сложених софтверских система. 
 
Софтверски систем је у потпуности урађен према спецификацији 
модела који је описан у претходном поглављу: 
Корисничке улоге: 
Дефинисани су следећи типови корисника: Регистровани и 
Нерегистровани корисник. Нерегистровани корисник може да 
приступи јавно доступним информацијама без претходне 
аутентификације. Регистровани корисник мора да буде пријављен на 
систем да би га користио у складу са својим правима. Регистровани 
корисник може да буде Спољни или Интерни корисник. 
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Спољни корисник је улога која обухвата Спољног корисника/ 
Радника код апликанта. Спољни корисник/ Радник код апликанта 
користи систем за праћење реализације конкурса, за пријаву на 
конкурс и доставу конкурсне документације. Одговорно лице код 
апликанта је посебан случај Спољног корисника/ Радника код 
апликанта, који је задужен за потписивање званичних докумената. 
Интерни корисник је улога која обухвата Секретаријат за 
финансије, Теренску комисију, Члана комисије, Инспектора, Стручног 
консултанат и Запослене у Органима управе/ Служби. Секретаријат за 
финансије је задужен за финансијске аспекте реализације конкурса. 
Теренска комисија учествује у оцени реализације пројеката. Члан 
комисије учествује у одређивању Стручних консултаната, Обрађивача 
и осталих тела потребних за реализацију конкурса. Инспектор је 
задужен надзор реализације пројекта. Стручни консултанти учествују 
у оцени пријава као и техничких и финансијских аспеката реализације 
пројеката. Правобранилац је задужен за проверу правоваљаности 
појединих докумената. 
Улога Запослени у Органима управе/ Служби обухвата 
Одговорно лице из Службе (директора), Одговорно лице из 
Секретаријата, Објављивача, Писарницу, Архиву, Правника, 
Расписивача и Обрађивача/ члана комисије. Одговорно лице из службе 
(директор) је задужено за одобравање званичних докумената из 
Службе и учествује у организацији реализације конкурса. Одговорно 
лице из Секретаријата је задужено за одобравање званичних 
докумената из Секретаријата и учествује у организацији реализације 
конкурса. Објављивач је задужен за објављивање информација везаних 
за конкурсе у средствима јавног информисања. Писарница је 
посредник у достави документације органима управе. Архива је 
задужена за чување конкурсне документације. Правник је улога коју 
има особа која познаје правну регулативу. Расписивач је задужен за 
састављање текста конкурса. Обрађивач/ члан комисије је задужен за 
обраду и бодовање конкурсне документације. Обрађивач је улога која 
се остварује у оквиру Секретаријата, а члан комисије је улога која се 
остварује у Служби. 
 
Случајеви коришћења: 
Дефинисани су случајеви коришћења који приказују основне 
пословне процесе који се одвијају при реализацији конкурса у 
Секретаријату. Ту су следећи пословни процеси:  (1) Регистрација, (2) 
Припрема и објављивање конкурса, (3) Подношење пријава на 
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конкурс, (4) Обрада конкурсних пријава и доношење одлуке о 
расподели средстава, (5) Доношење одлуке о додели средстава, (6) 
Уговарање (7) Реализација уговора, (8) писарница,  и (9) Послови 
архивирања и (10) додатне активности. 
Детаљно објашњење пословних процеса: 
1. Регистрација: интерна регстрација, захтев за регистрацију, провера 
валидности регистрација, активирање регистрације, уклањање 
неактивираног налога, дефинисање типова апликаната и пријава на 
систем. 
2. Припрема и објављивање конкурса: доношење одлуке о 
расписивању, провера постојања средстава за реализацију, формирање 
комисије за конкурс, формирање текста конкурса и објављивање 
текста за конкурс. 
3. Подношење пријава на конкурс: Обрада конкурсних пријава и 
доношење одлуке о расподели средстава:регистрација спољњег 
корисника, формирање валидне пријаве и подношење коначне пријаве. 
4. Обрада конкурсних пријава и доношење одлуке о додели средстава: 
пријем и преглед комплетности документације, обрада и бодовање 
пријава и формирање предлога листе прохваћених пријава. 
5. Доношење одлуке о додели средстава: коначне листе прихваћених 
пријава, формирање коначне одлуке о расподели средстава и 
објављивање коначне одлуке. 
6. Уговарање: формирање предлога уговора, формирање теренске 
комисије, верификација предлога уговора  и потписивање конкретног 
уговора.    
7. Реализација уговора: исплата средстава, подношење извештаја, 
обрада извештаја, формирање документације о реализацији уговора, 
измена услова реализације уговора као и преглед и контрола система 
конкурса. 
8. Писарница: пријем докумената, пријем докумената у електронској 
форми, пријем докумената у папирној форми, распоређивање 
докумената по секретаријатима,  
9. Архивирање: архивирање докумената, архивирање корисниковог 
случаја, архивирање коначне одлуке и архивирање расписаног 
конкурса. 
10. Додатне активности:подношење извештаја са терена, провера 
документације, подношење извештаја, дефинисање стручних 
консултаната, давање мишљења за оцењивање реализације пројеката, 
давање мишљења стручног конултанта за пријаве, давање мишљења за 
финансијко праћење, објављивање конкурса, обавештавање 
пријављених, припрема текста конкурса и дефинисање приоритета. 
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Дијаграм активности: 
Све активности у припреми и реализацији конкурса су: 
Активности спољњег корисника:пријава на конкурс, преглед стања, 
преглед стања актуелних конкурса, преглед стања конкурса на којима 
је апликант добио средства, преглед стања завршених конкурса, 
преглед стања пријава, враћање неискоришћених средстава, захтев за 
прерасподелу средстава, подношење извештаја, достављање пратеће 
документације, подношење жалбе, интеракција између правника и 
апликанта. 
Активности обрађивача/члана комисије-пријаве :обрада пријаве, 
формирање листе прихваћених пријава, давање мишљења о 
пристиглим пријавама, прибављање мишљења стручног  консултанта, 
измена листе прихваћених пријава, слање предлога о поништењу 
конкурса, архивирање конкурса, слање предлога о продужавању 
конкурса, предлог за продужетак рока за пријаву на конкурс, предлог  
продужетка рока достављања документације. 
Активности обрађивача/члана комисије – додатне активности: 
обрада жалбе, слање предлога са анексом уговора, пријем и обрада 
прелиминарних података, слање у архиву, преглед стања по 
апликантима, формирање статистичких извештаја, дефинисање 
приоритета и обрада захтева за прерасподелу средстава.  
Активности одговорног лица из секретаријата: потврда коначне 
листе прихваћених пријава, формирање комисије, доношење одлуке о 
расписивању конкурса, провера постојања средстава за конкурс, 
поништавање конкурса, слање захтева за формирање конкурса, 
потврда прерасподеле средстава, потврда продужетка рока за конкурс, 
потврђивање анекса уговора, потврђивање обуставе реализације 
пројекта, дефинисање обрађивача, преглед стања апликаната, 
одобравање жалби, потписивање угвора и слање уговора на 
верификацију. 
Активности одговорног лица из Службе:одобравање захтева за 
конкурс, провера постојања средстава за конкурс, преглед стања по 
апликантима, потврда прерасподеле средстава, потврђивање обуставе 
реализације пројекта, потврђивање анекса уговора, потврда 
продужетка рока, одобравање формираног конкурса, одобравање 
жалбе, потврда ранг листе, формирање коначне одлуке и потписивање 
уговора. 
Активности правника: састављање уговора и дефинисање комисије 
за надзор. 
Активности одговорног лица код апликанта: потписивање уговора. 
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Активности правобраниоца: верификација уговора, верификација 
анекса и слање извештаја о процени. 
Активности секретаријата за финансије: провера ликвидности 
апликанта, попуњавање налога за исплату, слање захтева за 
резервацију средстава, потврђивање постојања средстава за конкурс, 
обрада обрасца за резервацију и исплата финансијских средстава. 
Активности обрађивача/члана комисије – обрада апликантових 
извештаја – обрада апликантовог извештаја, обрада коначног 
извештаја, обрада фазног извештаја, предлог продужетка рока за 
доставу извештаја, формирање упозорења, слање предлога за обуставу 
реализације пројекта, формирање упозорења за остале секретаријате, 
финансијско праћење,  давање мишљења за финансијско праћење, 




У оквиру процеса еКонкурси дефинисано је неколико типова : 
1. шифарника: контакт, одговорно лице, управни одбор. надзорни 
одбор, комисија за доделу, стручно тело, правно лице, радник, жиро 
рачун, апликант, инвеститор и извођач. 
2. докумената:   подношење захтева за расписивање конкурса, захтев 
за проверу средстава конкурса, одговор на захтев за проверу 
средстава, захтев за преузимање обавеза, ЗПО, одлука о формирању 
новог конкурса, одговор на захтев за расписивање конкурса, 
конкурсни услови, аплицирање, прилози, обавештење за чланове 
комисије о именовању, прелиминарна пријава на конкурс, пријава на 
конкурс, листа кандидата, листа прихваћених пријава, мишљење о 
пријави, захтев за поништавање конкурса, одлука о поништавању 
конкурса, предлог продужетка рока за доставу пријава, одлука о 
продужетку рока за доставу документације, коначна оцена пријаве, 
одлука на конкурсу, уговор, додатни извештај, финансијски извештај, 
мишљење спољних консултаната о извештајима, захтев за промену 
намене средстава, захтев за враћање средстава, захтев за продужење 
рока, налог за деловање, одбијање молбе за анекс уговора, анекс 
уговора, жалба, мишљење о жалби, арбитражна комисија, одлука 
арбитражне комисије, исплата и резервација средстава, захтев за 
мишљење прабобраниоца о моделу уговора и анексу уговора и 
мишљење правобраниоца.   
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Сви документи су представљени XML шемом, направљени су 
XML модели свих докумената а дато је и мапирање на релациону 
шему. 
Приказан је пример  како се постојећи документи у органима управе и 
фондовима представљају помоћу XML документата на примеру 
документа : Подношење захтева за расписивање конкурса (слика 
6.4.1.2.1.). 
 
Слика 6.4.1.2.1. XML шема документа Подношење захтева за 
расписивање конкурса 
 
Елемент zahtevZaRaspisivanje описује документ захтева за 
расписивање конкурса. Представљен је комплексним типом 
zahtevZaRaspisivanjeType и дигиталним потписом директора 
државног органа који захтева расписивање конкурса. 
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Комплексни тип zahtevZaRaspisivanjeType садржи јединствену 
идентификацију захтева за расписивање конкурса, датум подношења 
захтева за расписивање конкурса и текст документа захтева. 
Мапирање овог елемента на базу података врши се на следећи начин : 
(Табела 6.4.1.2.1.1.) 
 
Табела 6.4.1.2.1.1. Мапирање комплексног типа 
zahtevZaRaspisivanjeType на табеле у бази података 
Podelement Tabela Polje u tabeli 
idZahteva PredlogZaRaspisivanje id 
predmet PredlogZaRaspisivanje predmet 
datum PredlogZaRaspisivanje datumPredloga 
tekst PredlogZaRaspisivanje tekstObrazloženja 
 
Елемент organKojiZahteva садржи информације о државном органу 
који подноси захтев за расписивање конкурса. Представљен је 
комплексним типом drzavniOrganType. У бази података потребно је 
пронаћи државни орган који саставља захтев за расписивање конкурса.  
Елемент predlozeniClanovi садржи податке о члановима комисије који 
су предложени за конкурс који се расписује. Представљен је 
комплексним типом liceType. Мапирање овог елемента на базу врши 
се на следећи начин (Error! Reference source not found.) 
 





idLica KorisnikSistema id 
jmbg KorisnikSistema jmbg 
idClana ClanKomisijeNaKonkursu id 
ime KorisnikSistema ime 
prezime KorisnikSistema prezime 
Adresa (iz kontaktType) KorisnikSistema adresa 
Telefon (iz kontaktType) KorisnikSistema telefon 
Email (iz kontaktType) KorisnikSistema email 
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Елемент potpis представља дигитални потпис радника државног 
органа који даје предлог за расписивање конкурса. 
 
Имплементација софтвера 
Апликација подразумева комплексан систем за управљање 
конкурсима. Систем садржи спољну приступну тачку (део преко којег 
систему приступају грађани, привредни субјекти, невладине 
организације, органи управе и спољни стручни сарадници) и 
унутрашњу приступну тачку (део преко којег систему приступају 
службеници покрајинске администрације).  
Систем обухвата: 
 модул за састављање и публиковање конкурса (систем подржава 
више категорија конкурса, односно могућност да сваки орган 
покрајинске управе посебно дефинише и објави конкурс), 
 модул за обраду и праћење конкурса (мануeлни унос пријава које су 
стигле у папирном облику, преглед пристиглих пријава, могућност 
додавања напомене, сортирања, обележавања за допуну документације 
преко Интернета), 
 модул за размену информација са подносиоцима конкурса 
(аутоматско обавештавање о статусу преко електронске поште и 
размена порука у циљу комплетирања достављене документације), 
 модул за оцењивање пријава (за подршку доношења одлуке о додели 
средстава на основу унапред дефинисаних критеријума, могућност 
доделе бодова, могућност додавања стручних мишљења и извоз 
табела), 
 модул за припрему уговора и решења (аутоматско генерисање 
документа, преко шаблона, које сваки огран покрајинске управе може 
посебно да дефинише), 
 модул за подношење извештаја (додавање документа и дефинисање 
формулара), 
 модул за подршку вишејезичности, 
 модул за архивирање (са обезбеђеном претрагом по органима 
покрајинске управе и по одређеним критеријумима), 
 модул за дефинисање корисничких улога и додељивање права 
приступа,  
 модул за подношење финансијских извештаја (могућност табеларних 
прегледа и калкулација). 
На основу модела, у току 2010. године завршена је реализација I 
фазе софтверског система, имплементација и обука корисника у 
Покрaјинском секретaријaту зa прописе, упрaву и нaционaлне мaњине. 
 218 
У првој фази је реализована функционалност доношења одлуке о 
расписивању конкурса, припреме и објављивања текста конкурса, као 
и пријема и обраде пријава на конкурс кроз следеће активности: 
 генерисање модела и CRUD (Create Read Update Delete) форми са 
модификацијом за рекурзивне везе, 
 креирање  дијаграма процеса, 
 реализација модула за управљање корисницима и приступ систему, 
 реализација модула за расписивање конкурса, 
 реализација модула за пријављивање на конкурс, 
 увођење апликације (тестирање и прилагођавање), 
 обука за кориснике и администраторе. 
У другој фази су реализоване функционалности евалуације 
пријава на конкурс и доношења одлука, уговарања и праћења 
реализације. Извршено је увођење, тестирање, прилагођавање и 
верификација апликације, као и обука за кориснике и администраторе. 
Такође, у другој фази је реализована интеграција са постојећим 
апликацијама у Покрајинском секретаријату за финансије и са 
еПисарницом на нивоу export-a података, као и коришћење web-сервис 
система Народне банке Србије. 
 
6.4.1.2.2. Архитектура и нефункционалне особине 
софтверског система 
Софтверски систем еКонкурси представља стандардну трослојну 
web апликацију базирану на Java open source технологијама. Систем 
еКонкурси састоји се из две апликације: унутрашње, која је намењена 
корисницима запосленим у органима покрајинске управе, и 
спољашње, која је намењена, како физичким и правним лицима која се 
пријављују на конкурсе, тако и спољним сарадницима, спољним 
члановима комисија и других тела која учествују у расписивању и 
обради конкурса. Оба система (спољашња и унутрашња приступна 
тачка) су реализована као Java Web апликације базиране на 
вишеслојној архитектури. Систем обухвата следеће компоненте 
(Слика 6.4.1.2.2.):  
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Слика 6.4.1.2.2. Концепт решења софтверског система еКонкурси 
 
 Web сервер (у овој имплементацији IIS или Apache, у 
демилитаризованој зони - ДМЗ) са модулом (Enhydra Conductor) за 
комуникацију са апликационим серверима. 
 Java апликациони сервер (у овој имплементацији Enhydra Server) за 
подршку робусним, вишеслојним web апликацијама, као и скуп алата 
за развој апликација који раде на њему. Коришћењем модула web 
сервера могућа је имплементација више апликационих сервера који 
раде у кластеру, као и додавање нових сервера у кластер у циљу 
побољшања перформанси. 
 Клијентски слој – (у овој имплементацији HTML), који се приказује 
у стандардном web читачу. 
 Апликативно решење засновано на open source технологијама са 
подршком за рад са документима и управљање пословним процесима. 
 Workflow Engine (у овој имплементацији Enhydra Shark) систем за 
извршавање дефинисаних workflow процеса, који у потпуности 
подржава WfMC (Workflow Management Coalition) спецификацију, као 
и XPDL 1.0 стандард.  
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 Сервер базе података (у овој имплементацији користи се MSSQL али 
је могуће користити било коју базу података) 
 Сервер складишта докумената (фајл сервери) - подржано је више 
протокола помоћу којих апликациони сервер ради са документима 
(локални фајл систем, Universal Naming Convention – UNC протокол)  
 алат за моделовање дефиниција пословних процеса (у овој 
имплементацији Enhydra JaWE),  
 модул за специфична проширења система (Tool Agents). Пословни 
процес се састоји од аутоматских и мануелних активности. Могуће је 
дефинисати Tool Agent-е који аутоматски извршавају одређене 
активности (tool agent за слање електронске поште, tool agent за 
попуњавање садржаја документа итд.)  
Основу система представља web апликација на средњем слоју. 
Тај део је одговоран за интеграцију свих делова система у складу са 
пословном логиком. Клијентском слоју се приступа преко web 
browser-a, те је са становишта корисника веома једноставно 
коришћење. Све релевантне информације система су смештене у бази 
података, али не и сами документи, који могу бити смештени на више 
различитих, независних локација - фајл сервера. Централна база 
података се користи само за мета податке докумената и релевантне 
податке о верзијама докумената, дефинисаним класама докумената, 
типовима предмета, корисницима, процесима, активностима, итд. 
Интеграција система за управљање документима и пословним 
процесима је извршена на два начина: позивима метода Java 
библиотеке, и као iFrame интеграција document management модула у 
апликацију, коришћењем WebDAV и XML стандарда. 
 
Клијентски део система је HTML апликација која се приказује у 
стандардном web читачу. Препоручено је да се користи Internet 
Explorer 7.0 и више верзије, јер имплементиране ActiveX контроле 
омогућавају неке напредне функционалности (директна штампа, 
аутоматски check–in, check-out, рад са идентификационим картицама – 
пријављивање на систем и потписивање докумената). Подржан је и рад 
са Firefox web читачем, али без напредних опција које су 
имплементиране са ActiveX модулима. Поред web читача, као 
клијентске апликације користе се још Acrobat Reader за преглед PDF 
докумената, и Microsoft Office (2003 или 2007) за рад са документима 
(мада у систему не постоје ограничења у вези формата коришћених 
докумената). Web Distributed Authoring and Versioning (WebDAV) 
проширује HTTP/1.1 протокол и дозвољава клијентима могућност да 
управљају web-ресурсима уз подршку постојеће firewall и proxy сервер 
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инфраструктуре. Корисник са адекватно додељеним правима може да 
копира и помера документе по WebDAV директоријумима. WebDAV 
модул користи све предности безбедносних функционалности, што 
укључује проверу права приступа документима и њиховом садржају, 
могућност измене, и др. WebDAV директоријумима се може 
приступати и управљати читавим низом клијентских апликација које 
подржавају WebDAV протокол, као што су: 
 Фајл менаџмент апликације (Windows Explorer, Total Commander, 
…), које омогућавају приступ WebDAV директоријумима као да су 
они део локалног клијентског фајл-система. У један повезан 
директоријум могу се превлачити (drag & drop) документи, 
модификовати њихов саржај и вршити многе друге фајл-систем 
акције. 
 Microsoft Office апликације, које омогућавају креирање, 
објављивање, промену и снимање докумената директно у WebDAV 
директоријум кроз било коју office апликацију (Word, Excel, Power 
Point  …).  
Мултијезичност: цео систем користи UTF8 encoding, што 
омогућава коришћење специјалних знакова из различитих језика који 
су у службеној употреби у АП Војводини (српски - ћирилица, 
латиница, мађарски, словачки, румунски, русински, хрватски). 
Корисник приликом пријављивања на систем може да изабере језик на 
коме ће апликација да ради. Додавање новог језика у апликацију се 
изводи једноставно без измене изворног и извршног кода апликације 
(све поруке и опције се преведу на жељени језик и нови фајл са 
преводима се дода у конфигурациони фајл апликације). За 
имплементацију овог решења се користи Java стандард за 
мултијезичку подршку i18n. 
Мултиплатформска подршка: Java технологија, на којој је 
базирано целокупно апликативно решење, омогућава рад на 
различитим платформама (постоје верзије Java за Windows – 32 и 64-
битне верзије, Linux, Unix, Solaris...), како на серверској, тако и на 
клијентској страни. 
Софтверски систем еКонкурси користи open source пројекте: 
Enhydra Shark (workflow engine), Enhydra JaWE (графички workflow 
едитор), Spring, Hibernate, Enhydra DODS, Webdav servlet, XMLC, 
Jasper Reports, DWR, JOTM (transaction management), Log4J 
(логовање), XMLbeans (рад са XML документима), Apache Lucene, 
Enhydra Snapper (full text search), Enhydra апликациони сервер (базиран 
на Apache Tomcat), Enhydra Director (модул који омогућава рад са 
кластером апликационих сервера)  итд.  
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Независност од типа базе података реализована је коришћењем 
пројекта Enhydra DODS, који  омогућава рад са различитим базама 
података без измене кода апликације (само уз измену у 
конфигурационом фајлу апликације). С обзиром да пројекат подржава 
рад са Microsoft SQL server, Oracle, DB2, MySQL, PostgreSQL базама 
података, софтверски систем еКонкурси може да користи и те базе. 
Интероперабилност са другим системима је имплементирана 
употребом отворених XML стандарда i web сервиса. Имплементација 
web сервиса и коришћење SOAP (Simple Object Access Protocol) 
протокола омогућавају приступ функцијама за управљање 
документима и пословним процесима из екстерних апликација. На тај 
начин могуће је импортовати документе у систем, или добити 
потребне информације и документе из система.  
Безбедност и заштита података се у софтверском систему 
еКонкурси реализује у свим различитим фазама њихове обраде. Било 
да се ради о заштити докумената у транспорту, безбедном 
складиштењу и архивирању, или управљању дозволама приступа 
документима и програмским целинама, имплементирана су проверена 
решења заснована на индустријским стандардима. Систем за 
управљање документима ставља на располагање могућност 
електронског потписивања докумената који се размењују, чиме се 
обезбеђује гаранција њихове аутентичности. Web апликација користи 
могућности Enhydra апликационог сервера при креирању безбедне 
везе између клијенског система и сервера, путем HTTPS протокола. 
Подаци (корисничко име и лозинка, или поверљиви документ) 
размењени на овакав начин путују шифрованом везом и не могу бити 
дешифровани сем на одредишном серверу, односно на клијентском 
систему. Систем за управљање документима омогућава њихово 
чување на фајл систему у шифрованом облику, чиме они постају 
доступни искључиво кроз сам систем. Приликом снимања кроз систем, 
документ се шифрује тајним кључем, који се касније користи за 
дешифровање и отварање документа. Овај метод онемогућава 
копирање датотека са документима са фајл система и њихово 
дешифровање на другом месту. Приступ документу имају само 
корисници система који су за то експлицитно овлашћени кроз систем 
за управљање дозволама приступа. Шифровање докумената врши се 
AES (Rijndael) алгоритмом, коришћењем 128-битних, 256-битних или 
јачих кључева. Дозволе за рад са документима, предметима и 
пословним токовима дефинишу се на нивоу корисничких група 
система. Ова права додељује администратор система. Акција 
архивирања документа затвара рад на документу. Последња верзија 
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архивирањем се претвара у електронски документ у PDF формату, 
који више није могуће мењати. Овим се обезбеђује превенција 
случајног или намерног мењања документа након његовог закључења. 
 
6.4.1.2.3. Искуства током коришћења 
Увођење јавног електронског сервиса еКонкурси значајно 
доприноси модернизацији покрајинске управе у оквирима развоја 
информационог друштва Републике Србије. Систем је универзалан у 
смислу да сви органи покрајинске управе који реализују конкурсе у 
различитим секторским областима могу да га користе за исте намене. 
Аутоматизација пословних процеса смањује време обраде предмета и 
повећава ефикасност рада покрајинских службеника. Повећана 
ефикасност обраде пријава и доношења одлука доприносе бржем 
наменском усмеравању и пласирању финансијских средстава у 
различитим секторским областима. То ће свакако значајно утицати на 
бржи развој у свим областима, посебно због много ефикаснијег 
праћења реализације уговорних обавеза и наменски утрошених 
средстава, које омогућава софтверски систем еКонкурси. Систем 
обезбеђује транспарентност рада покрајинских службеника задужених 
за обраду пријава, јер је апликантима у сваком тренутку омогућен 
увид у статус свог предмета, односно пријаве. Успешном 
пријављивању на конкурс у веома кратком року, значајно доприноси 
чињеница да софтверски систем еКонкурси омогућава размену 
информација између обрађивача и подносиоца пријава, посебно у вези 
комплетирања неопходне документације.  
 
Предности које обезбеђује увођење софтверског система 
еКонкурси су такође и: 
 брз и безбедан приступ информацијама,  
 документи су доступни у врло кратком року само овлашћеним 
лицима, 
 подацима се може приступити путем рачунарске мреже са 
различитих локација,  
 пун надзор над документима - заштита од злоупотребе, 
 у сваком тренутку је могуће проверити ко је претраживао податке и 
ко је електронски потписао докуменат, 
 трајно чување у дигиталном облику докумената, које није могуће 
оштетити или уништити. 
До сада је овај електронски сервис потпуно заживео у 
Покрајинском секретаријату за образовање, управу и националне 
заједнице, који је електронски евидентирао 4 конкурса. Укупан број 
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пријава по конкурсима: 1194, 88, 28, 92. За све наведене конкурсе је 
евидентирано укупнно 713 правних лица у систему а 80 регистрованих 
корисника са спољним приступом. У току је припрема за коришћење 
система еКонкурси у Покрајинском секретаријату за међурегионалну 
сарадњу и локалну самоуправу.  
Комисија за управљање Стратегијом еУправе покрајинских 
органа, је донела закључак, којим би се сви покрајински органи управе 
обавезали на коришћење софтверског система еКонкурси. 
 
 
6.4.2. Софтверска архитектура (студије случаја) 
 
6.4.2.1. Студија случаја 1 – Портал еВојводина 
Портал система јавних сервиса представља "улазна врата" у 
виртуални простор информација односно сервиса који су грађанима 
односно привредним субјектима доступни а обезбеђује их државна 
администрација.  Портал еВојводина обезбеђује јединствену 
приступну тачку за све јавне сервисе који се реализују у систему 
јавних сервиса АП Војводине и велики број јавних сервиса који 
тренутно постоје или ће се тек изградити, интегрише у једну целину. 
 
6.4.2.1.1. Снимање постојећег стања 
Сви органи покрајинске управе као и све локалне самоуправе са 
подручја Војводине имају своје интернет презентације. Није било 
јединствене тачке односно портала који би организовао све садржаје  у 
хијерархијски уређене категорије (нпр. сервиси за грађане и сервиси за 
привредне субјекте, итд) и омогућио претраживање  над садржајима 
који се налазе директно на Порталу и над садржајима доступним у 
оквиру web сајтова регистрованих јавних сервиса. 
 
6.4.2.1.2. Спецификација  захтева 
Портал је реализован у клијент/сервер архитектури  тако да је 
клијентски део  имплементиран тако да користи најраспрострањеније 
web клијенте (Internet Explorer и  Mozilla) и не захтева никакву додатну 
инсталацију на клијентској страни. Серверски део се извршава на 
Windows и Unix-базираним оперативним системима. 
Остали захтеви: 
- Серверска и клијентска страна су засноване на open-source 
технологијама.  
- Систем за руковање релационим базама података је ANSI SQL 
компатибилан и да се извршава на Windows и Unix базираним 
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оперативним системима. 
- Развојна платформа  подржава могућност извршавања на Windows 
и Unix базираним оперативним системима.  Веза са системом за 
руковање релационим подацима је уграђена у развојну платформу 
и при том омогућује стандардан начин приступања различитим 
системима за управљање релационим подацима (Oracle, MS SQL, 
PostgreSQL, MaxDB, ....).   
- Пројектовано максимално оптерећење Портала је обухватило: 
- 1000 истовремених приступа са приступне спољне приступне 
тачке, 
- 100 истовремених приступа са унутрашње приступне тачке, 
- 500 регистрованих јавних сервиса у оквиру интранета 
Портала 
- 50 GB индексираних садржаја 
- Услов за све садржаје је био да морају бити видљиви исправно за 
следеће стандарде: 
- Портал: Unicode UTF-8 (ISO 10646) 
- Документи који се индексирају: Unicode UTF-8 (ISO 10646), 
ISO 8859-2 и Windows CP1250 
Сви остали захтеви стандардни за сваки јавни сервис су важили 
и за овај сервис: циљ, фазност, проширивост, повезаност, евалуација 
сервиса, доступност, поузданост и сугурност, безбедност и 
технолошка независност. 
 
6.4.2.1.2.1. Модел корисника система  
Порталу  приступају три категорије корисника: 
 Грађани 
 Привредни субјекти 
 Службеници државне администрације 
Прве две категорије систему приступају преко спољне 
приступне тачке а трећа категорија приступа преко унутрашње 
приступне тачке. 
Механизам за аутентификацију се заснива на поседовању 
корисничког имена и лозинке. Приступ унутрашњој приступној тачки 
је ограничен на клијенте у оквиру интранета. 
 
6.4.2.1.2.2. Модел  архитектуре информационо комуникационог 
система  
Модули који су имплементирани су: 
 спољна приступна тачкa (део преко којег систему приступају 
грађани и привредни субјекти),  
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 унутрашња приступна тачкa (део преко којег систему 
приступају службеници државне администрације),   
 модул за дефинисање корисничких улога и додељивањa права 
приступа,  
 модул за одржавање садржаја,  
 израда сервера за индексирање и складиштење садржаја,  
 модул за контролу приступа садржајима, 
 модул за подршку вишејезичности, и 
 израда регистра јавних сервиса. 
 
6.4.2.1.2.3. Модел повезаности јавних сервиса 
Модел повезаности јавних сервиса представља класичну 
серверску апликацију у облику web апликације. Систем је реализован 
као Јава web апликација базирана на вишеслојној архитектури:  
 web Сервер 
 Јава Апликациони Сервер  
 Клијентски слој – web апликација која захтева инсталиран web 
browser на клијентској страни 
 Сервер за индексирање и складиштење садржаја 
 Сервер базе података  
 
Основа система је web апликација на средњем слоју. Тај део је 
одговоран за интеграцију свих делова система у односу на пословну 
логику система, за рад са садржајима портала, администрацију система 
и администрацију јавних сервиса у оквиру регистра јавних севиса  
Клијентском слоју се приступа преко web browser-a, те је са 
становишта корисника једноставно за коришћење.  
Све релевантне информације система су смештене у бази података, 
садржај документа који су објављени се експортује у статички хтмл 
облик и као такав се користи у систему.  
Систем је заснован на постојећим већ имплементираним 
компонентама и то: 
 web сервер (Apache или IIS) са модулом (Еnxydra Director) за 
комуникацију са Апликационим серверима 
 апликациони сервер (Еnhydra Сервер) је апликативни сервер за 
подршку робусним, вишеслојним web апликацијама, као и скуп 
алата за развој апликација који раде на њему. Коришћењем 
модула web сервера могућа је имплементација решења које 
садржи више апликационих сервера који раде у кластеру. У 
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случају потребе могу се додавати нови сервери у кластер чиме 
се постиже побољшање перформанси 
 клијентски део је стандардни HTML који се приказује у 
стандардном web читачу 
 апликативно решење (CMS) је засновано на постојећем 
решењу понуђача које ће уз  имплементацију специфичних 
захтева корисника као што су регистар јавних сервиса и његова 
веза са системом у потпуности одговорити захтевима из 
спецификације. Решење је развијено у Јава програмском језику 
уз коришћење Оpen Source библиотека, модуларне је 
архитектуре и представља одличну основу за портал јавних 
сервиса АП Војводине. 
 сервер за индексирање и складиштење садржаја је посебан 
сервис којим се индексира текстуални садржај докумената у 
оквиру дефинисаних јавних сервиса и који је повезан са 
регистром јавних сервиса. Овај модул је реализован у Јава 
програмском језику уз коришћење open source библиотека 
(Аpache Lucene и Аpache Nutch). Сервер поседује додатне 
могућности администрације сервера које су реализоване уз 
коришћење ЈМX технологије која је стандард за управљање 
Јава базираним апликацијама. Као административна 
апликација (RIM – Remote Indexing Manager) се користи 
стандардна ЈМX конзола која долази уз инсталацију Јаве. 
 база података се користи за смештај информација о садржајима 
CMS система, као и податке неопходне за јавне сервисе 
регистроване у систему (порталу). Систем је развијан у складу 
са дефинисаним стандардима у Јави (JDBC) те стога подржава 
рад са свим базама података за које постоје доступни ЈDBC 
драјвери. 
 
6.4.2.1.2.4. Структурa јавних сервиса (елементарни и сложени) 
Овај јавни сервис се може сматрати за сложен јер користи услуге 
других јавних сервиса, мада нема међузависности свих тих сервиса. 
 
6.4.2.1.2.5. Модели или протоколи за комуникацију између сервиса 
Протоколи за повезивање односно комуникацију између јавних 
сервиса чувају се у бази метаподатака у XML формату.  
 
6.4.2.1.3. Имплементација сервиса 
Портал је реализован у сарадњи са програмерским тимом као 
спољним сарадником. Ово је био нови сервис тако да није било 
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потребе за прилагођавањем постојећег система. Дефинисана су 
правила приступа, обучени су корисници система, администратори, 
кључни и крајњи корисници. Дефинисане су следеће роле:  
 Администратор,  
 Одговорно лице  - верификује и објављује припремљене 
садржаје и  
 Службеник - припрема садржаја без права објављивања . 
Запосленима у покрајинским органима улоге нису додељиване – 
они су само корисници објављених садржаја. 
 
Портал јавних сервиса АПВ има корисне опште садржаје: 
 Шта су јавни сервиси и врсте сервиса, 
 Подаци везани за функционисање Скупштине АПВ, Владе 
АПВ, покрајинских органа... (извод из Статута АПВ), 
 Приступ (линкове) на органе покрајинске власти и локалне 
самоуправе, 
 Мапу градова и локалних самоуправа у АПВ са једноставним 
приступом, 
 Могућност квалитетног претраживања садржаја, 
 итд 
 
У том смислу ово јесте ПОРТАЛ. Али ако корисник хоће да 
приступи јавним сервисима чека га компликованији пут: 
Корисник који приступа Порталу јавних сервиса жели на брз и 
једноставан начин да дође до сазнања како да реше неки свој проблем 
(пример: извод из матичних књига).  
- На Порталу га чека опсежно претраживање, за то треба да има 
одређена предзнања – информатичку писменост, потребно је и 
знање ко је задужен за његов проблем (где да тражи одговор), а 
потребно је и стрпљење док не дође из више покушаја до 
траженог линка. 
- Једноставнији пут јесте да тражи у било ком претраживачу 
општину у којој живи и покуша да пронађе одговоре. 
 
Пошто је у питању ПОРТАЛ ЈАВНИХ СЕРВИСА – почетак 
морају бити јавни сервиси. Логика портала мора бити више 
кориснички усмерена. Грађанина који покушава да реши проблем 
треба наводити на брзи одговор и усмерити његово претраживање. 
Пример: са првог или другог екрана са списком јавних сервиса, сам 
избор неког сервиса треба да значи да је претраживач обавио у 
позадини претрагу  докумената – линкова и одвео грађана-корисника 
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на следећи корак а то је упис општине у којој треба да реши своје 
потребе итд... 
 
6.4.2.1.4. Искуства током коришћења 
Портал јавних сервиса се не користи у довољној мери. 
Вероватно су разлози ти, што већ постоје web сајтови које су 
корисници навикли да користе и што није извршена промоција 
портала у довољној мери. Број корисника би се сигурно могао 
повећати ако би се поставило детаљније упутство које би водило 
кориснике да претрагом и напредном претрагом дођу до бржег 
одговора. 
 
6.4.2.1.5.  Закључак и планови даљег развоја 
У плану је промовисања портала, уградња нових сервиса и 
едукација корисника. 
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6.4.2.2. Студија случаја 2- еПисарница 
За вођење евиденције о предметима и њихову обраду постоји 
развијен велики број апликација које се користе у пословном свету. 
Најједноставнији начин је класично вођење евиденције без примене 
информационо комуникационих технологија. Поред ових класичних 
метода, постоје решења за унос података о предметима са 
дигитализацијом садржаја предмета. Због великог броја предмета и 
рада са спољним корисницима, овај софтверски систем има и 
функцију јавног сервиса ка грађанима и привредним субјектима. 
 
6.4.2.2.1. Снимање постојећег стања 
У Управи за заједничке послове покрајинских органа, која је 
задужена за послове писарнице Владе АПВ, постојала су два 
апликативна софтвера за праћење, евидентирање и управљање 
предметима, која су се користила паралелно. Старији софтвер који 
датира из 1998. године, је још увек био у употреби, јер постојећи 
подаци нису могли да се искористе за формирање нове базе за потребе 
новије апликације која датира из 2004. године и која се тада користила 
за већину предмета у писарници. Због застарелости технологија на 
којима су засноване старе апликације и некомпатибилности са 
пристижућим иновативним системима и форматима података, јавила 
се потреба за унапређењем апликација. 
Претходно описане апликације које су биле у употреби пре 
информатичке реорганизације система у писарници Владе АП 
Војводине, су се налазиле на два различита сервера: 
 на првом серверу је био инсталиран Novell-ов NetWаre мрежни 
оперативни систем, и на њему су се налазиле три старе апликације 
урађене у FoxPro процедуралном програмском језику:  
1) Писарница АПВ (са подацима од 1998. до 2003. године, а сваки 
покрајински секретаријат је имао засебну писарницу),  
2) Писарница за Републички геодетски завод (са подацима од 
1998. до увођења нове апликације)  
3) Писарница за Републички завод за статистику (са подацима од 
1998. до увођења нове апликације).  
На овај сервер је била повезана једна радна станица са DOS 
оперативним системом, преко које се приступало поменутим 
апликацијама. Мрежни оперативни систем Novell и DOS радна 
станица користили су непоуздану технологију, те није постојала 
могућност њиховог умрежавања.  
 на другом серверу био је инсталиран Windows XP са Apаche 
web сервером и на њему се налазила апликација за писарницу урађена 
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у програмском језику PHP, а користила је MySQL базу података. 
Апликацији се приступало преко шест радних станица које су 
повезане са сервером.  
Рачунари у писарници су пре увођења новог система еПисарница 
били повезани у локалну рачунарску мрежу која није била део 
јединствене рачунарске мреже Владе и Скупштине АП Војводине, 
тако да су представљали у информатичком смислу изоловано острво 
од остатка рачунарске мреже.  
Постојала је могућност да се подаци о предметима изгубе из 
разлога што није рађен bаckup података, нити су постојале резервне 
копије података. 
 
6.4.2.2.2. Спецификација захтева 
Систем за електронско завођење предмета у писарници Владе АПВ 
заснива се на клијент-сервер архитектури. 
Скенирањем докумената који се налазе унутар предмета помоћу 
скенера и рачунара који су повезани на локалну мрежу Владе АПВ 
требало је омогућути чување предмета у дигитализованом облику. 
Систем је требао омогућити праћење обраде предмета у реалном 
времену, аутоматску обраду предмета аутоматизованим током 
података, као и приказ различитих врста извештаја прописаним 
уредбом о канцеларијском пословању и по критеријумима које 
корисник сам бира (број предмета заведених у писарници по органима 
покрајинске управе и број заведених предмета по сваком службенику 
писарнице). 
Систему се требало приступати и са удаљених локација унутар 
интранета, односно рачунарске мреже Владе АПВ. Корисници који би 
приступали апликацији путем web-а имали би мањи број могућности 
за обраду предмета од корисника који би користили клијентску страну 
апликације на радним станицама у писарници и углавном би се 
њихове могућности сводиле на преглед предмета и увид у неке од 
извештаја.  
 
6.4.2.2.2.1. Модел корисника система јавних сервиса 
Систем је трбао омогућити везу грађана и пословних корисника 
са јавним сервисом администрације. За моделовани јавни сервис је 
изабрана двосмерна комуникација (захтев корисника и добијање 
информације о статусу предмета). Изабран је једноставни механизам  
за аутентификацију (провера аутентичности учесника у комуникацији 




6.4.2.2.2.2. Модел архитектуре информационо комуникационог 
система  
Систем има јасно дефинисану организациону структуру Владе 
Војводине и Скупштине АПВ, која је подељена на органе, 
организационе јединице и подјединице унутар органа. 
Систем садржи шифарник запослених радника у покрајинским 
органима и шифарник радних места, тако да се на основу везе 
запосленог са радним местом дефинишу групе корисника и на основу 
њих права приступа и лакша дистрибуција докумената. 
Систем је конципиран тако да се омогући редундантност ради 
постизања веће поузданости у раду. Редундантност обухвата 
могућност инсталације апликације на више од једног серверског 
рачунара.  
Интегрисани систем за дигитализацију, архивирање и управљање 
документима омогућава правилно кретање и евидентирање предмета и 
докумената унутар предмета. Процеси који су аутоматизовани 
дефинисањем токова обраде предмета су: примање, распоређивање, 
евидентирање и достављање предмета органима за даљу обраду: 
административно-техничко обрађивање аката и предмета, затим 
отпремање предмета и њихово архивирање. Систем омогућава 
управљање токовима обраде предмета путем  измене постојећих и 
дефинисања нових токова обраде предмета, као и чување архивираних 
предмета. 
У циљу аутоматизације свих процеса и правилног вођења 
евиденције предмета у систему електронске писарнице 
имплементиране су функционалности модула: еПисарница и 
еПредмет. еПисарница омогућава електронски обухват докумената, 
њихову електронску дистрибуцију, потпуно праћење дефинисаних 
радних токова у складу са свим релевантним пословним правилима, 
процесом верификације и контроле докумената у складу са правима 
свих учесника – ауторизованих корисника система, централно 
архивирање и ефикасно претраживање архиве докумената у 
електронском облику.  
Модул еПредмет представља скуп електронских докумената 
(допуне, жалбе и други акти), чији ток треба да одговара оном који је 
детаљно уређен прописима. Предмет мора да садржи све податке 
предвиђене упутством и уредбом о канцеларијском пословању 
(класификациону ознаку, врсту предмета, опис предмета, редни број и 
годину). Систем омогућава унос новог предмета од којих су неки од 
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процеса уноса података униформни и аутоматизовани. Поред уноса, 
омогућена је и претрага предмета на основу познатих података.  
 
6.4.2.2.2.3. Модел повезаности еПисарнице 
Модел повезаности јавних сервиса представља класичну клијент 
– сервер архитектуру, у којој постоји мрежа чворишта. Чвор у оваквој 
мрежи може да буде:  
 једноставан клијент (web browser) 
 специјална клијентска апликација која са сервером (серверима) 
комуницира унапред дефинисаним протоколима. 
 серверска апликација у облику web сервиса 
 серверска апликација у облику web апликације 
 серверска апликација која са остатком мреже комуницира по 
унапред договореном протоколу 
 
6.4.2.2.2.4. Структура јавног сервиса еПисарница 
Јавни сервис еПисарница је за сада једноставан јавни сервис јер 
обавља одређену улогу у систему, али за његово функционисање нису 
неопходни други сервиси. Интегрисан је и сервис за слање 
електронске поште којим се радницима писарнице аутоматски указује 
на нов предмет. 
У другој фази реализације еПисарнице предвиђено је 
повезивање са апликацијама еКонкурси (целокупан процес припреме и 
праћења конкурса електронским путем) и eDocumentus (електронска 
припрема докумената и електронско одржавање седница радних тела и 
седница Владе АПВ), чиме би сервис постао сложен. 
 
6.4.2.2.2.5. Протоколи за комуникацију између сервиса 
еПисарница и осталих јавних сервиса  
Протоколи за повезивање односно комуникацију између јавних 
сервиса чувају се у бази метаподатака у XML формату.  
 
6.4.2.2.3. Имплементација сервиса еПисарница 
Апликација за писарницу је реализована у сарадњи са 
програмерским тимом као спољним сарадником. Приликом увођења 
новог система електронске писарнице извршено је прилагођавање 
система, подешене су дефиниције параметара, унета су пословна 
правила и дефиниције радних токова неопходних за аутоматизацију 
највећег броја процеса који се обављају у писарници, унети су 
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одговарајући шифарници, дефинисана су правила приступа, обучени 
су корисници система, администратори, кључни и крајњи корисници.  
Питања која су разматрана ради прецизнијег утврђивања циљева 
су логичка повезаност писарнице Владе АПВ и писарнице Скупштине 
Војводине, јединственост шифарника који су у употреби, као и питање 
техничке архиве, како би се предмети из ње могли безбедно 
дигитализовати и архивирати и утврдити обим докумената који се 
архивирају. 
Пре увођења система еПисарница на корисничким радним 
станицама извршен је upgrade свих 12 рачунара писарнице. Сви 
сервери еПисарнице су сервери Blade нивоа подигнути на виртуелној 
инфраструктури, тако да раде подупрти VMware-овим 
виртуелизационим пакетом и то по један Windows Server 2003 R2 SP2 
за апликацију, базу података и backup. 
Поред тога подигнута је и једна виртуелна радна станица 
намењена за VPN приступ за удаљено администрирање и одржавање 
система. 
Коришћењем виртуелне инфраструктуре остварена је мања 
потрошња енергије, олакшана администрација, једноставнији backup, 
боље искоришћење ресурса и централизација ресурса. 
Сви рачунари у писарници су у циљу безбедности издвојени у 
посебан VLAN којем није дозвољен приступ из осталих делова мреже. 
Сервери су у засебној просторији са контролисаним приступом, уз 
подршку видео надзора, климатизацијом, смарт UPS-евима, дизел 
агрегатом и SAN storage системом за инкрементални дневни и 
комплетни недељни backup.  
6.4.2.2.4. Искуства током коришћења 
Предности новог система за вођење евиденције о предметима у 
писарници Владе АП Војводине у односу на стари су: брз приступ 
информацијама само оним лицима која имају овлашћења за увид у 
одређене предмете, ефикасан, униформни, ауторизован унос нових 
докумената, а подацима смештеним на сервер може се приступати са 
удаљених локација. Нови систем омогућава потпун надзор над 
употребом докумената, што их штити од злоупотребе. Документи се 
трајно смештају на медијуме дугог века, а у електронском облику, и 
мала је вероватноћа да ће бити уништени или оштећени. С обзиром на 
чињеницу да се документи чувају у дигиталном облику на медијумима 
за трајно чување електронских података, смањује се и потреба за 
великим архивским простором, што повлачи смањење трошкова 
пословања. 
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Поред описаних предности техничке природе, систем поседује и 
аутоматизацију одређених токова пословних процеса, што смањује 
време обраде самих предмета. Систем обезбеђује електронски обухват 
докумената, њихову електронску дистрибуцију, потпуно праћење 
дефинисаних радних токова у складу са свим релевантним пословним 
правилима, процес верификације и контроле докумената у складу са 
правима свих учесника, ауторизованих корисника система, централно 
архивирање и ефикасно претраживање архиве докумената у 
електронском облику.  
Апликација даје могућност да корисник сам бира интервал 
извештајног периода. Од 1998. године па до данас у бази странака 
постоји 76011 записа односно толико странака је у наведеном периоду 
упутило некакав акт писарници Владе АПВ. 
 
За успешну имплементацију овог система у писарници Владе АПВ 
од пресудног значаја је оспособљеност корисника да савладају нове 
технологије и да их уведу у свакодневну употребу.  
Приликом увођења нове апликације јавио се отпор постојећег 
кадра запослених у писарници Владе АПВ, тј. будућих основних 
корисника система. Постојећи кадар чине запослени чији је просек 
година старости већи од 50 година, са недовољним познавањем ИКТ 
вештина што је негативно утицао на планирани ток обуке корисника и 
почетак примене самог система.  
Због тога је посебна пажња посвећена обуци. Пре обуке за нову 
апликацију, за све службенике писарнице је у циљу побољшања 
информатичке писмености, организована обука по ECDL стандарду. У 
систематизацију свих радних места писарнице је као услов убачен 
ECDL старт.   
Пре почетка обуке корисника, администратори система су имали 
задатак да добро изуче могућности система, али и да се упознају са 
пословима које обављају корисници у писарници. Припремљена су 
детаљна упутства за функционалности система.  
За потребе обуке корисника у писарници коришћена је тестна 
апликација која користи копију стварне базе података са реалним 
подацима копираним из базе коју је користила апликација која је до 
преласка на нови систем била у употреби. Основна намена тестне 
верзије апликације је тестирање измена на систему. Корисници су 
постепено обучавани, а са функционалностима система су упознати 
лаганим темпом како би што боље овладали новом апликацијом. 
Приликом вежбе на тестној апликацији корисници су имали 
прилику да дају своје сугестије у вези функционалности и додатних 
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измена на систему. Дугогодишње искуство корисника у раду са 
предметима је знатно утицало на побољшање система. Са друге 
стране, дугогодишње искуство корисника у раду у старим 
апликацијама са знатно једноставнијим корисничким интерфејсом и 
без употребе миша произвело је додатне потешкоће при 
прилагођавању на нову савремену апликацију и појаву отпора 
приликом увођења новог система.  
Систем који има описане карактеристике, еПисарница, заменио је 
стари класичан систем за вођење евиденције о предметима који се 
користио у писарници Владе АПВ. Мана класичног вођења евиденције 
о предметима је да неомогућава праћење и контролу стања предмета, 
као ни чување његовог дигиталног материјала, што у великој мери 
отежава и продужава време обраде предмета. У овом раду је описано 
решење помоћу којег је у сваком тренутку могуће добити информације 
о стању предмета, приказати различите врсте извештаја везане за 
предмете или кориснике система и трајно чувати материјале предмета 
у дигитализованом облику. 
 
6.4.2.2.5. Планови даљег развоја 
Увођење новог система еПисарнице превасходно доприноси 
модернизацији административних процедура на покрајинском нивоу у 
оквирима развоја информационог друштва Републике Србије. Нови 
систем за електронску писарницу обезбеђује модернизацију рада и 
високог нивоа ИКТ услуге писарнице Владе Војводине и покрајинских 
органа управе.  
У даљим фазама развоја система, планирано је увођење система 
еПисарнице и у писарницу Скупштине АП Војводине. Приликом 
увођења система у писарницу Владе АПВ, плански је обрађен систем 
тако да задовољи потребе писарнице Скупштине, те је систем спреман 
за проширивање поља корисника.  
Аутоматизацијом пословних процеса кроз систем еПисарнице 
смањује се оптерећеност покрајинских службеника, што води примени 
принципа рационализације покрајинске управе, као и успостављању 
одговарајуће организације покрајинске управе и утврђивању 
оптималног броја извршилаца.  
Покрајински службеници, обрађивачи предмета, имају могућност 
удаљеног приступа систему за увид стања, додавање нових документа 
и ограничене промене стања својих предмета (враћање у писарницу за 
даљу обраду). 
Систем подржава електронско потписивање докумената, које је већ 
имплементирано и примењује се у складу са важећим стандардима. 
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Поред електронског потписивања, систем подржава обавештавање 
спољних корисника путем SMS-а о стању предмета. Обавештавање о 
предмету је предвиђено када је предмет у завршној фази или ако је у 
фази са проблемом. 
Нови систем евиденције са променама у начину обављања послова 
вођења евиденције о предметима, обухвата и мере намењене 
грађанима, односно правним субјектима, корисницима услуга. 
Електронско праћење статуса предмета би се могло реализовати путем 
интернета. За проверу идентитета би служила регистрација корисника: 
идентификацијом физичких лица преко ЈМБГ-а, а правних преко ПИБ-
а. Идентификација еПредмета се може реализовати путем 
јединственог идентификационог броја који се добија у писарници. 
Планира се пресељење писарнице и успостава принципа шалтер 
сале, чиме би се омогућило директно распоређивање предмета на све 
раднике, како пријем поднесака не би обављао само један службеник 
као до сада. 
Систем би се даље могао развијати тако да обезбеди 
функционалност еЗахтева, односно електронског формулара који 
представља документ који се формира у писарници приликом пријема, 
а који би странке, корисници услуга система, физичка и правна лица, 
могли преузети путем Интернета и вратити путем електронске поште, 
или директно попунити електронски формулар на Интернету. 
Приликом пријема захтева било би потребно доставити сва документа 
у дигитализованом облику. Тако би у потпуности био успостављен 
јавни електронски сервис покрајинских органа – еПисарница. 
Поред функционалности самог система, потребно је информисати 
кориснике услуга писарнице Владе АПВ, а то су грађани и правна 
лица, како би се успоставила потпуна сарадња између писарнице 
Владе АПВ и корисника самог система електронске писарнице, 
странака које подносе захтеве за отварање предмета. Да би се у 
потпуности искористиле предности употребе система за електронску 
писарницу, потребно је искористити све његове могућности у 
техничком и информатичком смислу. 
 
6.4.2.2.6. Закључак 
Приликом реализације јавног сервиса долази до извесних 
одступања од модела који је дефинисан. Чињеница је да није лако 
натерати испоручиоце софтвера да раде по методологији коју 
прописује наручилац. 
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6.4.3. Јавни сервиси (студије случаја)   
Као студије случаја приказане су софтверске архитектуре два 
јавна електронска сервиса који су међусобно повезани. То су следећи 
јавни електронски сервиси: Библиотечка мрежа Војводине и јавни 
електронски сервис за приступ записницима са седница Владе АПВ 
еСеднице. 
 
6.4.3.1. Софтверска архитектура Библиотечке мреже Војводине - 
БИСИС 
Крајем 2006. године уведен је библиотечки софтверски систем 
БИСИС вер. 3 у библиотеку АПВ. Ово је један од јавних сервиса који 
могу да  користе сви запослени у Скупштини и Влади АПВ путем 
локалне рачунарске мреже као и грађани путем интернета. Сервис 
омогућава претраживање библиографских записа о књижном фонду 
путем интранета и интернета. Почетком 2009. године прешло се на 
верзију 4 која подржава комплетно електронско пословање 
библиотеке.  
Софтверска архитектура BISIS-a је следећа: 
 
 Оперативни систем: Подржани су и Windows и Linux (клијентска 
апликација је у Јава-и). 
 Канцеларијски програмски пакет:Није везано за апликацију.  
 Web Browser: Није везано за клијентску апликацију. За претрагу 
фонда се могу користити и Mozzila Firefox и Internet Explorer 
browser-и. 
 Емаил клијентска апликација:Није везано за апликацију.  
 За избор оперативног система на серверским конфигурацијама се 
користи Linux оперативни систем.  
 Од бесплатно доступних (open source) база података:Користи се 
MySql база података.  
 Спецификације  за избор апликационог сервера су : Бесплатна 
open source решења- користи се Tomcat апликативни сервер. 
 XML едитор : користи се Marc21 формат.  
 Протокол за преузимање записа: користи се Z39.50 протокол.   
 
Систем БИСИС подржава локални рад библиотеке и рад у 
библиотечкој мрежи кроз следеће основне функције:  
1. Обрада библиографске грађе по УНИМАРЦ стандарду;  
2. Подешавање радног окружења библиотекара;  
3. Извештавање и документовање;  
4. Циркулација библиографске грађе;  
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5. Преузимање записа у локалу;  
6. Узајамна каталогизација у библиотечкој мрежи;  
7. Подешавање УНИМАРЦ формата;  
8. Корисничко претраживање (ОПАЦ);  
9. Администрација система.  
 
Софтверске и хардверске карактеристике су:  
1. Интернет/интранет, вишеслојна софтверска архитектура;  
2. Имплементација у Јава окружењу;  
3. Рад са различитим оперативним системима;  
4. Рад са различитим  базама података;  
5. Подршка за Unicode стандард;  
6. Подршка за рад мреже библиотека;  
7. Решење базирано на отвореном коду;  
8. Ради на стандардним персоналним рачунарима;  
9. Локализација за различите језике 
 
6.4.3.2. Софтверска архитектура јавног електронског сервиса за 
приступ записницима са седница Владе АПВ - еСеднице  
У библиотеци АПВ у библиотечком софтверском систему 
БИСИС уведена је врста библиографске грађе под називом седнични 
материјали. То су записници и прилози дневног реда са седница Владе 
АПВ. Ови материјали се класично чувају и каталогизирају у 
библиотеци АПВ. У систему БИСИС обрађени су седнични 
материјали Владе АПВ од 2005. године. Корисници библиотеке преко 
усвојених метаподатака о записницима проналазе жељене Записнике а 
потом им библиотекари доносе штампане материјале са тражене 
седнице.    
Као наставак апликације за електронску припрему и праћење 
седница Владе, реализован је јавни електронски сервис за приступ 
записницима са седница, који је развијен у оквиру библиотечког јавног 
сервиса у еУправи. Развој сервиса је верификован на записницима са 
седница Владе АПВ у оквиру библиотечког софтверског система 
БИСИС.  
Пошто су сви материјали са седница Владе АПВ сада само 
интерно доступни у електронској форми, у оквиру система БИСИС је 
развијен софтверски систем за јавни електронски сервис за приступ 
записницима са седница Владе АПВ. Овај јавни електронски сервис 
обезбеђује транспарентност рада органа управе (омогућује увид 
јавности у рад органа покрајинске управе). Сервис омогућује 
преузимање, основно и напредно претраживање записника, као и 
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одређени број извештаја за потребе Владе АПВ. Сервис је пуштен у 
пробни рад децембра 2010. године. Овим је потпуно аутоматизован 
процес формирања, складиштења, претраживања и коришћења 
материјала са седница Владе АПВ. 
Документа за јавни електронски сервис за приступ записницима 
са седница Владе АП Војводина формирају се у облику 
структурираног Word документа.  
Предности коришћења Word темплејта искоришћене су и за 
развој јавног сервиса за приступ Записницима са седница Владе АПВ. 
На основу таквог темплејта  овај сервис треба да омогући следеће:   
 Преузимање записника са седница Владе АПВ из апликације за 
електронско праћење седница Владе АПВ у софтверски систем 
БИСИС вер. 4 у договореној структури и формату; 
 Библиотечка обрада записника са седница; 
 Складиштење и претраживање записника са седница како по 
укупном тексту материјала тако и по унапред договореним 
префиксима; 
 Претраживање по једном или по више префикса као и 
претраживање по целом тексту. Напредно претраживање по 
више префикса помоћу логичких оператора;  
 Прегледање и преузимање записника са седница; 
 Сервис корисничког претраживања преко интранета и 
интернета; 
 Генерисање различитих извештаја за потребе Владе АПВ.  
 
6.4.3.2.1. Каталогизација записника у систему БИСИС  
Библиотечки софтверски систем БИСИС базиран је на варијанти 
UNIMARC формата која је усвојена у националним библиотекама 
Републике Србије. У верзијама 3 и 4 система БИСИС записници са 
седница Владе АПВ обрађују се по UNIMARC формату у следећем 
облику:    
 
001 -  Идентификатор слога 
 У поље се уносе кодирани подаци о запису.  
 [b] –  врста слога 
  Унети: а - текстуална грађа, штампана   
    [c] –  библиографски ниво 
  Унети: м – монографска публикација  
100 - Општи подаци за обраду 
 [c] –  година издавања 1 
  Унети годину издања записника  
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101 - Језик публикације 
 [a] –  језик текста 
102 - Земља издавања или производње 
 [a] –  земља издавања 
   
105 - Поље кодираних података - књиге 
 У поље се уносе кодирани подаци о публикацији. 
 [c] –  код за конференције и састанке 
  Унети: 1 - публикација са конференције или 
састанка 
200 – Стварни наслов и подаци о одговорности  
 [a]  –  главни стварни наслов 
  Унети назив записника 
 [е]  –  поднаслов 
  унети датум одржавања седнице 
210 – Издавање, дистрибуција итд. 
 [a]  -  место издања  
      [c]  -  издавач  
      [d] -  година  
  Исто као 100[c] 
215 – Материјални опис   
 [a] -  број стр.   
 [d]  –  димензије  
464 -  Аналитички део 
  [1] -  таг 
 Секундарним пољима и потпољима описати тачке 
дневног реда. Поновити поље 464 онолико пута 
колико има тачака. 
  200[a]  - Унети број и назив тачке дневног реда у   
                облику: бројТачке. Назив тачке 
  200[h] – Унети број подтачке. 
      200[i] – Унети назив подтачке. 
610 – Слободно обликоване одреднице 
 [a] -  Предметна одредница 
  Унети кључне речи 
710 – Назив корпоративног тела – примарна одговорност 
 [a]  –  први елемент уноса 
        Унети назив тела  
[b] -  пододредница  
 [d] -  Редни број састанка 
  Унети број седнице у облику БрСазива/БрСеднице 
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 [e] -  Место 
  Унети место одржавања седнице 
 [f] -  Година 
  Унети годину одржавања седнице  
 
6.4.3.2.2. Информациони захтеви електронског сервиса за приступ 
записницима са седница Владе АПВ 
Информациони захтеви су дефинисани на основу досадашњег 
искуства библиотекара у раду са корисницима у вези претраживања 
као и захтевима о извештајима потребним Влади АПВ. 
Захтеви за претраживање састоје се од два дела. Први део треба 
да подржи проналажење седница са свим речима, са идентичном 
фразом, са најмање једном од речи и да не садржи одређене речи. 
Други треба да подржи претраживање по Предлагачу, 
Председавајућим, Дневном реду, Потписницима, Датуму од до и Броју 
седница у оквиру сазива од до. Поред тога, захтев је и да кориснички 
интерфејс апликације подржава вишејезичност – могућност избора 
језика на коме ће се приказивати све поруке кориснику без потребе за 
изменом изворног или извршног кода. Основни језик апликације је 
српски (латиница и ћирилица) а  апликација омогућава меније и 
поруке и на осталих шест језика који су у службеној употреби у раду 
органа АПВ (члан 26. Статута АПВ). 
За потребе Владе АПВ у интранету потребно је генерисати 
извештаје о следећем: Укупан број седница Владе; укупан број тачака 
дневног реда; укупан број подтачака дневног реда; Укупан број по 
врсти материла, колико је материјала достављено (Скупштини АПВ, 
Влади РС, Сваком министарству РС, Свакој локалној самоуправи 
АПВ); колико је сваки покрајински орган имао поднетих материјала 
(по врсти); Присутност сваког члана седнице Владе АПВ и колико је 
ко пута председавао.  
На основу наведених информационих захтева, XML шема за 
структуриране податке записника дата је на листингу 6.4.3.2.1. 
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<xs:element name="zapisnik">   
  <xs:complexType> 
   <xs:sequence> 
    <xs:element name="brojPisarnice"/> 
    <xs:element name="datum"/> 
    <xs:element name="brojSaziva"/> 
    <xs:element name="brojSednice"/> 
    <xs:element name="mesto"/> 
    <xs:element name="prisutni"/> 
    <xs:element name="pocetakCasova"/> 
    <xs:element name="predsedavajuci"/> 
    <xs:element name="dnevniRed"> 
     <xs:complexType> 
      <xs:sequence> 
       <xs:element name="tackaDR" maxOccurs="unbounded"> 
        <xs:complexType> 
         <xs:sequence> 
          <xs:element name="broj"/> 
          <xs:element name="naziv"/> 
          <xs:element name="vrsta"/> 
          <xs:element name="predlagac"/> 
          <xs:element name="podtacka" minOccurs="0" 
maxOccurs="unbounded"> 
           <xs:complexType> 
            <xs:sequence> 
             <xs:element name="broj"/> 
             <xs:element name="nazivPodtacke"/> 
            </xs:sequence> 
           </xs:complexType> 
          </xs:element> 
         </xs:sequence> 
        </xs:complexType> 
       </xs:element> 
      </xs:sequence> 
     </xs:complexType> 
    </xs:element> 
    <xs:element name="zavrsetakCasova"/> 
    <xs:element name="potpisnici"> 
     <xs:complexType> 
      <xs:sequence> 
       <xs:element name="potpisnik" maxOccurs="unbounded"/> 
      </xs:sequence> 
     </xs:complexType> 
    </xs:element> 
   </xs:sequence> 
  </xs:complexType> 
 </xs:element> 
</xs:schema> 
Листинг 6.4.3.2.1. XML шема записника 
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Коренски елемент дефинисан шемом која је приказана на 
листингу 6.4.3.2.1. је записник и он обухвата цео записник. Записник је 
податак комплексног типа и представља секвенцу елемената 
записника од којих се неки појављују тачно једном у записнику (као 
што су brojPisarnice, datum, brojSaziva), а неки се појављују више пута 
као што су tačkaDR (тачка дневног реда) и потписници. Елемент који 
представља тачку дневног реда је комплексног типа и састоји се од 
елемената који се појављују тачно једном као што су broj, naziv, vrsta i 
predlagac, а опционо може садржати и више елеманата podtacka који 
представља податке о подтачки дневног реда.  
 
 
6.4.3.2.3.Екстракција података из записника  
Сви постојећи записници са седница доступни су у облику 
докумената креираних у Microsoft Word-у са екстензијом .doc. За 
екстракцију података из оваквих докумената коришћене су функције 
Microsoft Word-a.  
Основна идеја екстракције података састоји се у томе да се из 
Word документа записника екстрактују подаци који ће се затим 
складиштити и индексирати у софтверски систем за јавни електронски 
сервис. Формат који је изабран за екстракцију података је XML. XML 
документи записника креирани су по XML шеми која је приказана на 
листингу 6.4.3.2.1. На овај начин подаци из записника конвертовани су 
у формат који је погодан за машинску обраду.  
За описану екстракцију коришћена је могућност Microsoft Word-
а да се документи снимају у XML формату. Да би резултујући XML 
документ одговарао XML шеми која је приказана на листингу 
6.4.3.2.2. потребно је у Word документ (.doc) импортовати предложену 
XML шему. Импортовање XML шеме у Word документ могуће је 
урадити у Developer тагу Microsoft Word апликације. У овом тагу 
постоји команда (дугме) Schema преко ког се отвара прозор за 
импортовање шеме који омогућава селектовање xsd фајла из фајл 
система. У овом прозору је могуће изабрати и додатне опције као што 
су да ли да се врши валидација унетих података на шему и да ли да се 
дозволи снимање XML документа који није валидан.  
После импортовања шеме, у текстуалном документу могуће је 
означити (маркирати) текст таговима који су дефинисани шемом. 
Слика 6.4.3.2.3. илуструје маркирање текста записника XML таговима. 
На десној страни екранске форме на слици 6.4.3.2.3. приказана је 
структура XML документа записника који се маркира, а на централној 
левој страни маркирани документ записника. Цео документ је 
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маркиран коренским елементом записник, а у оквиру њега маркирани 
су и остали елементи записника који према шеми припадају елементу 
записник. Тако је на слици 6.4.3.2.3. приказано маркирање елемента 
brojPisarnice, datum, brojSednice и mesto. Маркирање се врши тако што 
се селектује део текста који треба да припадне одређеном елементу 
XML документа, затим програм понуди све могуће елементе који су 
према шеми доступни на селектованој позицији и из листе понуђених 
елемената се бира одговарајући елемент. Када се овако маркирани 
текст сачува у XML формату (уз одређене опције као што су ignore mix 
content и  save data only) као резултат се добија XML документ 
спреман за даљу програмску обраду (Листинг 6.4.3.2.2). У том XML 
документу ће се налазити само текст који је обухваћен таговима, а 
уколико се не изабере опција ignore mix content резултујући XML 
документ ће садржати и текст који је ван тагова и то у облику 
мешовитог садржаја XML-а.  
 
 





<?xml version="1.0" encoding="UTF-8" standalone="no"?> 
<zapisnik xmlns="zapisnikAPV"> 
 <brojPisarnice>06-00206/2010</brojPisarnice> 
 <datum>15. септембарa 2010</datum> 
   ... 
</zapisnik> 
Листинг 6.4.3.2.2. Део XML документ записника 
 
6.4.3.2.4.Темплејт за генерисање записника  
На основу идеје за екстракцију подака из Word докумената 
описана у предходном одељку креиран је темплејт за формирање 
записника са седница. Темплејт је креиран тако да се елементи 
записника који се екстрактују у XML документе уносе у посебне 
компоненте за унос (content controls) које су маркиране XML 
елементима. Поред тога, додате су и неке функције за унос текста, као 
што је генерисање датума и селектовање предефинисаног текста.  
На слици 6.4.3.2.4.1. приказан је изглед основног темплејта за 
формирање записника са седница АПВ. Овај темплејт може се 
допунити и одговарајућим електронским садржајима (текст, слика и 
друго) који су исти за све записнике и тако формирати допуњени 
темплејт (као што је приказано на слици). Поред тога, сваком тагу је 
додат одговарајући content control за унос. Додавање content control-а 
врши се акцијама из Developer тага у Word-у. Овај таг садржи скуп 
content control елемената у који спадају rich text, text, picture content 
control, drop-down list, date picker и други. Content control елемент се 
додаје на темплејт избором из Developer тага при чему се елемент 
додаје на тренутну позицију курсора у отвореном документу. Већина 
елемената у записнику се уноси преко rich text content control 





Слика 6.4.3.2.4.1. Основни темплејт за формирање записника са 
седница АПВ 
 
На слици 6.4.3.2.4.2. приказан је изглед додатног темплејта. Темплејт 
има оригинални изглед записника с тим што су елементи који се 
екстрактују у XML документе маркирани и постоји посебна 




Слика 6.4.3.2.4.2. Додатни темплејт за формирање записника са 
седница АПВ 
 
За генерисање извештаја за потребе Владе АПВ потребно је за 
неке елементе XML шеме (листинг 6.4.3.2.4.1.) обезбедити шифриране 
односно унапред дефинисане садржаје. На пример, за елемент 
predlagač то су називи секретеријата АПВ. Има их 12 а то су за 
финансије, науку и технолошки развој итд. На слици 6.4.3.2.4.2. 




Слика 6.4.3.2.4.2. Падајући мени за избор избор предлагача дневног 
реда 
 
1. Покрајински секретаријат за привреду 
2. Покрајински секретаријат за пољопривреду, водопривреду и 
шумарство 
3. Покрајински секретаријат за образовање, управу и националне 
заједнице  
4. Покрајински секретаријат за културу и јавно информисање  
5. Покрајински секретаријат за здравство, социјалну политику и 
демографију  
6. Покрајински секретаријат за финансије 
7. Покрајински секретаријат за међурегионалну сарадњу и 
локалну самоуправу 
8. Покрајински секретаријат за урбанизам, градитељство и 
заштиту животне средине 
9. Покрајински секретаријат за науку и технолошки развој 
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10. Покрајински секретаријат за енергетику и минералне сировине 
11. Покрајински секретаријат за спорт и омладину 
12.  Покрајински секретаријат за рад, запошљавање и 
равноправност полова 
13. Секретаријат Владе АП Војводине 
 
6.4.3.2.5. Циљ јавног електронског сервиса записника Владе АПВ 
Циљ пројекта за израду јавног електронског сервиса записника 
Владе АПВ је да обухвати све записнике од формирања АПВ 1945. 
године. На тај начин биће формирана електронска архива свих 
записника који ће бити јавно доступни преко Интернета. Постизање 
овог циља обухвата следеће:  
1. Формирање записника по предложеном Word темплејту 
(описано у одељку 5)  
2. Екстракција података из записника у Word документу (као што 
је описано у одељку 4) 
3. Препис библиотечки обрађених Записника у систему БИСИС 
(као што је описано у одељку 2) 
4. Записнике који постоје само у папирнатој форми скенирати и 
библиотечки обрадити у систему БИСИС 
 
6.4.3.2.6. Формирање записника по предложеном Word темплејту  
Сви послови у вези седница Владе АПВ обављају се електронски 
oд 2007. godine. Апликација за електронску припрему и електронско 
праћење седница, обезбеђује рад са документима у електронској 
форми, дефинисање пословних процеса и контролу њиховог 
извршавања  (DMS и WF). 
Апликација подржава 3 процеса: 
• Припрема докумената за седнице радних тела и комисија као и 
Владе АПВ, 
• Електронско вођење и праћење радних тела, 
• Електронско вођење и праћење седница Владе АПВ. 
Ток пословног процеса је следећи: 
1. Сваки материјал који припрема обрађивач (орган покрајинске 
управе), се након завршетка припреме, са пропратним дописом 
и прилозима  аутоматски шаље даваоцима мишљења (ПС за 
образовање, управу и националне заједнице ако су у питању 
закони и/или ПС за финансије ако је у питању обезбеђење 
додатних финансијских средстава.  
2. Давалац мишљења даје мишљење у електронској форми и 
може материјал да врати обрађивачу на дораду или да да 
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сагласност на материјал након чега материјал аутоматски са 
дописом, прилозима и мишљењем одлази у Секретаријат Владе 
АПВ  
3. Секретаријат Владе АПВ прегледа комплетан материјал  и 
сврстава га у дневни ред одговарајућег радног тела.   
4. На електронски вођеној седници радног тела, материјал се 
разматра и ако се материјал електронским гласањем, усвоји, 
аутоматски се сврстава у дневни ред наредне седнице Владе 
АПВ. 
5. На наредној седници Владе материјал се разматра. У току 
седнице, за сваку тачку, чланови Владе могу писати коментаре 
који се по потреби могу убацити у записник.  
Ако се електронским гласањем материјал усвоји, то аутоматски 
улази у записник и записник се шаље покрајинским органима који су 
задужени за споровођење активности у вези разматране тачке дневног 
реда. 
Записници ће се у завршној фази формирати по предложеном 
темплејту. Овако формирани записник ће се аутоматски архивирати у 
PDF формату и XML верзија записника ће се такође аутоматски 
индексирати. Дакле, одмах по завршетку (архивирању) записника он 
ће бити јавно доступан преко електронског сервиса за седнице АПВ.    
 
6.4.3.2.7. Екстракција података из записника у Word документу 
У периоду од 2007. до краја 2010. године одржано је 339 седница 
Владе АПВ. Ове записнике су библиотекари обрадили на основу 
добијених записника у Word документима са ових седница. Први 
задатак је био екстракција метаподатака о записнику као што је 
описано у одељку 6.4.1.1. После тога се аутоматски формира PDF и 
XML формат записника који се такође аутоматски архивирају и 
индексирају.    
 
6.4.3.2.8. Препис библиотечки обрађених Записника у систему 
БИСИС 
Од 2006. године у библиотеци АПВ обрађивани су записници у 
библиотечком систему БИСИС. Систем БИСИС подржава експорт и 
импорт библиографских записа по XML шеми датој у [Dimić, 
Milosavljević & Surla 2010]. Миграција података из система БИСИС у 
јавни сервис записника своди се на препис података из појаве ове 
шеме у појаву XML шеме Записника (Листинг 1). Сви подаци сем 
података о дневном реду пресликавају се директно између 
одговарајућих тагова. Подаци о дневном реду, описани су у оквиру 
 252 
секундарног поља 464 помоћу подпоља а поља 200. Пошто садржај 
овог потпоља садржи редни број и назив дневног реда за препис ових 
података потребно је парсирати овај садржај. Програм за препис ових 
података урађен је у Java програмском језику. Овим је озбеђено да су 
сви до сада обрађени записници у систему БИСИС јавно доступни 
преко Интернета.     
       
6.4.3.2.9. Записнике који постоје само у папирнатој форми 
скенирати и библиотечки обрадити у систему БИСИС 
У току је скенирање и библиотечка обрада и свих преосталих 
записника од оснивања АПВ 1945. године. Поступак је следећи. Прво 
се врши скенирање свих записника који не постоје у електронској 
форми. За ове записнике формира се одговарајући PDF формат и врши 
се OCR препознавање. После тога библиотекари обрађују ове 
записнике у систему БИСИС. Даље се аутоматски преписују у сервис 
за записнике.   
 
6.4.3.2.10. Закључак  
Приказан је предлог развоја јавних електронских сервиса 
базираних на Word документима. Као случај коришћења разматрани 
су записници са седница Владе АПВ. Увидом у архиву записника 
констатовано је да записници од 1945. године до деведесетих година 
прошлог века постоје само у штампаној форми, а записници од 
деведесетих година постоје и у електронској форми у облику Word 
докумената.  
Увођење електронских седница створили су се погодни услови 
за развој јавног електронског сервиса  за приступ записницима са 
седница Владе АПВ. Основна идеја је да се већ на самој седници 
генерише структурирани Word документ и да се на основу таквог 
документа аутоматски генеришу подаци за јавни сервис. Другим 
речима, записници су одмах по формирању доступни преко јавног 
сервиса записника. Да би се ово постигло потребно је да се на 
електронским седницама дода само генерисање записника у 
одговарајућем Word темплејту. На основу информационих захтева за 
јавни сервис записника у овом раду је дат предлог таквог Word 
темплејта. На основу овако формираног записника аутоматски се 
генеришу два документа (PDF формат и XML верзија записника), који 
су улазне информације у систем јавног сервиса. Дакле, за будуће 
записнике формиране по датом Word темплејту аутоматски ће се 
генерисати подаци за јавни сервис записника.  
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Поступак припреме за јавни сервис записника који постоје у 
Word документима је следећи. Први задатак је да се од постојећих 
Word докумената формира одговарајући Word темплејт. Овај посао 
библиотекари морају ручно урадити као што је описано у одељку 4. 
После тога се аутоматски формира PDF и XML формат које преузима 
јавни сервер.    
Од 2006. године у библиотеци АПВ обрађивани су записници у 
библиотечком систему БИСИС . Препис података из система БИСИС у 
јавни сервис записника своди се на генерисање појаве XML шеме 
Записника (Листинг 1). Овим је обезбеђена миграција података о 
записницима обрађених у систему БИСИС у систем јавног сервиса 
записника.  
Припрема записника за јавни сервис који постоје само у 
штампаној форми је следећи. Прво се врши скенирање свих ових 
записника. Затим се формирају одговарајући PDF формати и врши 
OCR-овање. После тога библиотекари ручно (полуаутоматски) 
припремају структуриране податке о записницима за јавни сервис 
записника. На овај начин биће извршена дигитализација свих 
постојећих записника Владе АПВ који ће бити доступни преко јавног 
сервиса записника.  
Јавни сервис записника пуштен је у пробни рад децембра 2010. 
године. Прво су обрађивани записници који постоје у Word 
документима. Наиме, апликација подржава унос структурираних 
података о записнику преко класичних екранских форми, тако да су 
библиотекари уносили податке техником Copy Paste. Значајно 
унапређење уноса података остварено је увођењем Word темплејта. У 
овом случају библиотекари су само у постојећем Word документу 
маркирали садржаје за дате тагове и на тај начим формирали XML 
Word документ Записника, односно формирали су Word темплејт 
записника. Службеници који формирају коначну верзију записника су 
такође лако прихватили Word темплејт, тако да овако формиране 
записнике директно прихвата јавни сервис записника. Остало је још да 
се темплејт угради и у све фазе одржавања електронских седница. 
Овим би се постигао још виши ниво аутоматизације процеса 
одржавања електронских седница и јавног приступа материјалима са 
тих седница. Предложено решење биће искоришћено и за развој 




6.4.4. Остали реализовани јавни сервиси  
 
Поред описаних софтвера eDocumentus и еКонкурси, 
реализованих јавних сервиса портал еВојводина и ePisarnica, 
реализованих софтверских система BISIS и eSednice као и еУчење, 
реализовани су и многи други софтверски системи и јавни сервиси. 
Као приказ реализованих активности из области апликација и јавних 
сервиса у следећој табели је дат скраћени преглед: 
 
Табела 6.4.4. Преглед реализованих софтверских система и јавних 
сервиса 








1 Библиотечки софтверски 
систем за библиотеку Владе 
АПВ - BISIS 
24.11.2006. 30 6.248 
2 Апликација за електронско 
праћење седница Владе и 
радних тела АПВ - 
eDocumentus 
18.12.2006. 60 94.714 
3 Портал система јавних 
сервиса АПВ 
08.01.2007. 60 56.714 
4 Легализација (Interbase 
2007, ArcGIS - ArcEditor 
9.2., Corel Graphics Suite X3, 
Adobe Acrobat) 
18.12.2007. 25 25.300 
5 Пројекат модела 
софтверског система за 
пријављивање и праћење 
конкурса (за доделу 
средстава) у покрајинским 
органима управе 
02.12.2008. 180 15.837 
6 Апликација за управљање 
возним парком Владе АПВ 
30.12.2008. 120 15.754 
7 еПисарница - Софтвер за 
дигитализацију,  
архивирање и управљање 
документима 
08.04.2009. 180 36.607 
8 Софтвер за укључење у 
сервис правних прописа и 
судске праксе Министарства 
правде Р.Србије   
08.04.2009. 15 11.952 
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9 Апликација за организацију 
и обављање испита 
електронски - Систем 
еУчење 
24.04.2009. 180 16.038 
10 eКонкурси - Софтверски 
систем за целокупан процес 
припреме и обраде конкурса 
- I фаза 
30.12.2009. 180 33.066 
 eКонкурси - Софтверски 
систем за целокупан процес 
припреме и обраде конкурса 
- II фаза 
26.11.2010. 180 36.809 
11 Софтверски систем јавних 
прописа и судске праксе 
23.04.2010. 5 4.227 
12 Софтверски систем за јавни 
електронски сервис за 
приступ записницима са 
седница Владе АПВ - 
еSednice 
08.06.2010. 120 5.806 
13 Систем електронског 
гласања 
18.08.2009. 45 561.694 
 УКУПНО:   920.766 
 
Скраћени опис додатних апликација/јавних сервиса – студија 
случаја, које нису описане у претходним поглављима: 
 
Легализација (тачка 4 у табели)- Упоредо са применом нових 
апликација и сервиса кренуло се у легализацију постојећих наменских 
апликација које користе поједини покрајински органи. Набављене су 
лиценце и подршка (technical support) за оне апликације које користи 
већина покрајинских органа и за које смо претпоставили да ће се и 
даље користити (Interbase 2007, ArcGIS - ArcEditor 9.2., Corel Graphics 
Suite X3, Adobe Acrobat) пуним интензитетом. 
 
Aпликација за управљање возним парком (тачка 6 у табели)- 
Апликација омогућава оптимизацију организације путовања и 
транспорта а тиме смањење трошкова, унапређења у искоришћењу 
возног парка, повећање контроле, смањење административних 
трошкова и могућност праћења циљева који се тичу повећања обима 
пословања. Апликација је уведена у експлоатацију маја 2009. године.  
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Софтверски систем за укључење у сервис правних прописа и 
судске праксе Министарства правде Републике Србије (тачка 8 у 
табели)- Електронска база прописа и судске праксе је прва званична 
државна база закона и прописа и представља једну од битних 
компоненти шире реформе правосуђа и модернизације судова. 
Покрајински органи су доносиоци правних прописа на нивоу АПВ. 
Сви правни акти који се доносе од стране ових органа се објављују у 
Службеном листу АПВ. Постоји потреба да се ови акти смештају у 
електронску базу података и да у таквом облику могу да буду 
доступни и претраживи од стране корисника. Имплементација је 
завршена априла 2009. године. 
Софтверски систем јавних прописа и судске праксе (тачка 11 
у табели) - У покрајинским органима су се користили различити 
софтверски системи правних прописа и судске праксе намењени 
правним и економским службама, државним органима и другим 
јавним институцијама, којима је у свакодневном раду неопходно 
познавање правне и финансијске регулативе. Апликација је 
инсталирана маја 2010.године. 
Систем електронског гласања (тачка 13 у табели) - се користи 
за потребе заседања Скупштине АПВ. Свих 120 посланика гласају уз 
помоћ смарт ИД картица. Систем је реализован у две фазе. 
Електронско утврђивање кворума, гласање, аутоматско генерисање 
извештаја омогућава потпуну транспарентност рада Скупштине АПВ. 
Систем је технички у потпуности повезан са системом радио- 
телевизије Војводине. Рад са системом за електронско гласање је 
почео септембра 2009 године. 
Све апликације се успешно користе и значајно утичу на квалитет 
и ефикасност одговарајућих процеса еУправе у АПВ.  
 
Интерно развијени софтверски системи и  јавни сервиси 
Поред наведених апликација информатичари Владе АПВ су 
сопственим снагама реализовали низ апликација које се користе за 
потребе свих покрајинских органа: 
Интернет web-сајт, Апликација за управљање људским 
ресурсима, Апликација за евиденцију присутности запослених, 
Апликација за магацинско пословање, Апликација за јавне набавке, 
Апликација Интранет новости, Апликације за Инфо-киоск и Интерни 
телефонски именик, Web-сајт Комисије за управљање Стратегијом 
еУправе, Апликација Нове књиге у библиотеци, Help портал, ECDL 




6.5. Стандарди и интероперабилност (студија 
случаја) 
 
6.5.1. Студија случаја - апликација за организацију и обављање 
испита електронски - Систем еУчење 
 
Један пример студије случаја примене стандарда, је и 
реализација система за организацију и обављање испита електронски - 
систем еУчење, због усклађености са међународним стандардима за 
учење на даљину које дефинише Конзорцијум IMS. 
Систем еУчења обезбеђује једноставан и брз приступ 
информацијама, наставним материјалима, што има за циљ квалитетно 
пренесено знање корисницима из разних области. Корисници могу 
сами да уређују своје корисничке профиле. Систем омогућава 
употребу форума и причаоница ради интерактивне размене 
информација и дискусија на одређене задате теме. Систем подржава 
самосталну проверу знања решавањем предтестова, које систем сам 
оцењује и омогућава аутоматско праћење напретка корисника.  
Системи за електронско учење и тестирање значајно доприносе, 
пре свега, квалитету и ефикасности оцењивања и процењивања знања 
уопште, као и економичности реализације пројеката у овом домену. 
 
Мудл (енг. Мооdle) је апликација, односно софтверски пакет, 
чија је основна намена израда и одржавање оn-line курсева на 
Интернету. Назив Moodle представља скраћеницу за Мodular Object-
Orijented Dynamic Learning Envionment. 
 
Мудл је изузетно популаран софтвер за учење на даљину и 
тренутно се користи у више од 200 земаља света. До сада је 
локализован на чак 78 језика. Како је Мудл пројекат отвореног кôда, 
има велику заједницу корисника (око 650 хиљада регистрованих 
корисника у априлу 2009.) и обимну документацију. Многи 
корисници активно учествују у стварању Мудла израдом нових 
модула, тестирањем производа или пружањем подршке корисницима. 
 
Мудл пружа рачунарску подршку при организацији и 
извођењу оn-line курсева. Основна активност у оквиру Мудла је 
прављење курсева у електронском, односно web формату. Да би 
израда курсева била једноставнија, Мудл омогућује и различите 
активности које подржавају постављање и одржавање курсева. Неке 
 258 
од тих могућности Мудла су: 
 
• планирање динамике курсева, 
• управљање корисничким улогама, 
• управљање групама корисника, 
• рад с већ постојећим датотекама и образовним садржајима, 
• израда различитих врста on-line тестова, 
• праћење активности корисника, 
• коришћење алата за комуникацију и тимски рад, 
• креирање речника појмова, 
• управљање Мудл системом, 
• свеобухватан систем помоћи итд. 
Како је Мудл web апликација, Мудл окружење је доступно из 
неког од стандардних web читача, као што су Internet Explorer, 
Firefox или Оpera. 
 
 
Мудл је модуларни систем, што значи да се састоји од више 
модула – мањих делова који чине једну целину, а могу се одвојено 
додавати или мењати.  
Појашњење примене стандарда у студији случаја - систему 
еУчења, кроз све 4 животне фазе: 
  
Дизајн процеса учења 
Курс се гради од различитих ресурса – наставних садржаја, 
попут текста, web страна, већ постојећих датотека итд. Модули 
активности су интерактивни делови курса, попут дискусионих група 
и тестова. Ресурси и активности се налазе у средњој колони Мудл 
окружења, подељени у теме или временске одељке. Блокови су мањи 
делови Мудла који се налазе у левој и десној колони, попут 
календара, резултата испита и слично. Блокови се врло једноставно 
могу додавати, брисати или уређивати. 
 
Креирање материјала за учење  
Мудл подржава израду различитих врста оn-line тестова, 
планирање динамике курсева, управљање корисничким улогама, 
управљање групама корисника и рад са већ постојећим датотекама и 
образовним садржајима. 
 
Постављање материјала и учење коришћењем материјала  
 Мудл подржава SCORM стандард. SCORM 2004 је стандард који 
садржи у себи низ правила и могућности која систем електронског 
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учења мора да испуни. SCORM генератор мора да омогући израду, 
измену, импорт и експорт SCORM садржаја.  
 
Поступак импортовања SCORM 2004 лекције: 
Модел SCORM (Sharable Content Object Reference Model) 
представља спецификацију стандарда који има за циљ да омогући 
спецификацију материјала за учење који може бити поновно коришћен 
(reusable), а у форми „инструкционих објеката‖ намењених да буду 
испоручивани у оквиру технички унапред специфицираних 
рачунарских, web-базираних окружењa. SCORM описује управо тај 
технички оквир помоћу скупа норматива, спецификација и стандарда 
заснованих на раду неколико међусобно одвојених тела за 
спецификацију и стандардизацију електронског учења. 
 
Оцењивање напретка у учењу  
Мудл омогућава креирање речника појмова, управљање Мудл 
системом и свеобухватан систем помоћи који представљају део 
система за оцењивање напретка у учењу. 
 
Закључак 
Приликом коришћења и примене стандарда  често се користе 
алати и системи, као у овом случају Мудл, за које је дефинисано да 
користе наведене стандарде, али је то тешко описати и доказати. 
Чињеница је да није лако натерати испоручиоце система да докажу да 




6.6. Информациона безбедност (студија 
случаја) 
6.6.1. Студија случаја – Припреме за сертификацију по серији 
стандарда ISO27001 
 
У Влади АП Војводине је у току успостављање система 
управљања безбедношћу информација у складу са стандардом 
ISO27001 у циљу добијања сертификата ISO27001 за Владу АП 
Војводине и покрајинске органе управе. 
У оквиру реализације информационе безбедности, a у циљу 
припреме за сертификацију по серији стандарда ISO2701, урађено је 
следеће:  
Анализа 
 Извршена је детаљна анализа безбедносно релевантних пословних 
процеса и информационог система Скупштине и Владе АП 
Војводине. 
Стандарди 
 Примењен је стандард добре праксе заштите и у току је увођење 
система квалитета из серије стандарда ISO 27001. Примењена су 
последња технолошка решења система вишеслојне заштите 
информација и : 
 механизми за заштиту података и информација  
o обезбеђена сигурност на периметру рачунарске 
мреже - употребљен Stateful Firewall и два АСА 
уређаја која раде у active standby конфигурацији  
o Обезбеђено ажурирање оперативних система, 
patch-еви – примењен систем WSU 
o Сегментација у VLAN-ове - Направљени 
рутирајући интерфејси за сваки VLAN на Core L3 
свичевима, а access листе примењене на те 
интерфејсе за улазни и излазни саобраћај 
 механизми за заштиту е-поште - примењен Sophos и Pure 
Message за заштиту  од рачунарских вируса 
 Примењен је стандард за безбедно коришћење бежичних 
комуникација и PDA уређаја – за сигурност бежичних 
комуникација примењени протоколи за заштиту wireless-a 
(дигитални сертификати, посебни VLAN за госте, WPA, WPA2). 
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Политика безбедности 
У циљу припреме за формирање политике безбедности урађено 
је следеће: 
 Подизање свести о заштити – редовно обавештавање корисника о 
новостима у свету у овој области и потреби за заштитом;  
 Упознавање корисника информационог система са тематиком 
правилне употребе рачунара у смислу безбедности информација – 
На седници Владе АП Војводине усвојен „Правилник о правилној 
употреби рачунара у мрежном окружењу‖, 
 У току је усвајање документа „Политика безбедности‖. 
 
Ризици 
У оквиру рада на увођењу система квалитета из серије стандарда 
ISO 27001 урађено: 
 Формирана је табела вредности са подацима о називу вредности, 
власником вредности, набројаним претњама и напоменама. 
 Дефинисани приступи оцени ризика, 
 Идентификовани ризици за информациона добра у оквиру опсега 
ISMS система, 
 Извршина оцена и евалуација ризика, 
 Извршен избор одговарајућих циљева контрола и самих контрола, 
за третирање ризика, 
 У току израда Плана за третирање ризика (Risk Treatment Plan) са 
избором одговарајућих циљева контрола и самих контрола, за 
третирање ризика. 
 
Обука и ревизија 
 У оквиру рада на увођењу система квалитета из серије стандарда 
ISO 27001 врши се перманентна обука, а на крају пројекта ће се 
извршити обука тима интерних проверавача. 
 У току је усвајање предлога за избор менаџера информација на 
нивоу Скупштине и Владе АП Војводине.  
 Остала одговорна лица за спровођење мера информационе 
сигурности (администратори система, администратори и 
контролори заштите) су лица која су се до сада бавила 
безбедноћшу информационог система. 
 
Реализоване активности 
У Влади АПВ је реализован низ активности како би се 
омогућила безбедност информационо комуникационих ресурса: 
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Физичка заштита : 
 Потреба физичке безбедности елемената рачунарске 
инфраструктуре – примењено: закључани ормани, контрола улаза у 
објекте, итд, итд. 
 Имплементиран је сложен систем видео надзора са 248 IP камера, 
20 сервера и видео кластером. 
 Посебна пажња је посвећена заштити од пожара (хлађење 
просторија, коришћење незапаљивих материјала, коришћење 
материјала који приликом горења ослобађају малу количину дима, 
коришћење детектора и јављача пожара, аутоматско гашење 
пожара и поштовање свих стандарда из ове области). 
 Заштита од поплава – за комуникациона чворишта у сутеренима су 
поштовани сви стандарди из ове области, уграђене пумпе за 
аутоматско избацивање воде и обезбеђено аутоматско 
искључивање напајања у тим случајевима. 
 
Напонска заштита: 
 Неопходност редундансе напајања - код нас постављени UPS-еви, 
као и дизел агрегат. Коришћењем UPS уређаја се спречава 
осциловање напајања и обезбеђује нормалан рад опреме од 
нестанка напајања до укључења дизел агрегата.  
 Сви уграђени UPS уређаји су smart типа, управљиви даљински са 
индикацијом о алармима и свим неправилностима у раду, које се 
аутоматски шаљу мејлом систем адмнистраторима.  
 Сва активна опрема је заштићена од пренапона. 
 
Moнитoринг 
 Користе се системски софтвери за надзор уређаја у мрежно 
серверском окружењу. 
 Потреба сигурносне провере web сајтова пре постављања  - 
Користе се софтвери за анализу безбедоносних рупа за web портал 
и web сајтове покрајинских органа у оквиру web hostinga на 
серверу Владе АПВ. Скенирањем безбедоносних рупа, 
коришћењем софтвера Acunetix пре постављања на web сервер и 
повремено након постављања, врши се перманентна провера 
рањивости web сајтова. 
 Access листама су врло прецизно дефинисана права приступа и 
мрежи и комуникација између поједних VLAN-ова. 
 Анализа мрежних логова  - користе се алати: Microsoft TMG, 
CiscoWorks, ArcSight 
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 Web proxy - oнемогућeн приступ сајтовима на којима безбедност 
информација може бити угоржена (Facebook, итд, итд) 
 Fault, Configuration, Accounting, Performance, Security management 
мрежне опреме - код нас уведен CISCOWORKS који то ради 
 
Антивирус: 
 Посебна је пажња посвећена заштити од вируса и ажурности 
антивирусних база на свим рачунарима коришћењем антивирусног 
пакета. 
 Стално се прате безбедносне рупе и врши се инсталирање закрпа 
(patch). 
 Врши се интеграција са другим облицима заштите (firewall). 
 Кориснике стално информишемо о безбедоносним ризицима и 
ствара се свест о опасностима и безбедном понашању. 
 
Backup 
 У Влади Војводине је дефинисана backup стратегија и врши се 
седмично нормални full backup и свакодневни инкрементални 
backup. 
 Резервне копије података се складиште на посебној удаљеној 
локацији. 
 Користе се безбедносне полисе и безбедоносне проверене 
процедуре. 




 Користе се backup линкови за везе са удаљеним локацијама у 
L2VPN окружењу. 
 Услуга удаљеног (HSDPA) приступа инфраструктури рачунарске 
мреже Владе АП Војводине путем мобилне мреже коришћењем 
USB модема и data SIM картице је реализована коришћењем IPSEC 
VPN протокола, тј. формиран је мрежни тунел путем Интернета. 
На тај начин је саобраћај корисника овог сервиса заштићен док 
путује Интернетом и немогуће га је пресрести.  
 VPN  приступ у унутрашњост мреже – За све кориснике локалне 
рачунарске мреже омогућен удаљен приступ путем мобилног 
телефона: VPN путем HSDPA модема (сигурност IPSEC VPN 




 IPS - Intrusion prevention system – искоришћена функционалност 
АСА уређаја. У плану набавка посебног dedicated hardware за ову 
намену. 
 Филтрирање пакета (access control list) - листе примењене на VLAN 
интерфејсе за улазни и излазни саобраћај на Core свичевима. 
 DMZ окружење за потребе постављања сајтова  - примењен DMZ 
из ког се не може ући у унутрашњост мреже, а има и додатну 
заштиту приступним листама за приступ са стране Интернета. 
 Заштита података са сервера на нивоу Storage-а у случају квара 
дискова  - реализовано на нивоу storage-а коришћењем RAID-а. 
 Не покреће се ниједан непотребан мрежни сервис. 
 Редунданса свих комуникационих веза између дистрибутивних 
места и Core мреже  - реализовано са додатним оптичким влакнима 
и са два Core свича 4506 (свако дистрибутивно место је спојено и 
на примарни и на секундарни L3 свич). 
 
Одржавање безбедности 
 Код корисника се подстиче коришћење лозинки тешких за 
разбијање. Међутим, још увек није у пракси успостављена 
обавезна процедура промене лозинки на рецимо сваких месец дана. 
 Дефинисано је више докумената као препорука свим корисницима, 
а посебно препоруке за програмере и администраторе у вези 
сигурног коришћења ИКТ окружења. 
 Периодично се врши процена и провера стања ИКТ 
инфраструктуре. 
 
Остали видови заштите 
 У току  је успостава система disaster recovery. 
 У Влади АПВ је управо завршен поступак легализације Microsoft 
производа. У току је реализација услуге Premier Support, чиме ће 
администратори добити одговарајућу стручну и техничку помоћ у 
циљу спречавања и брзог отклањања инцидентних ситуација. 
Такође, низом обука у оквиру ове услуге, знање администратора ће 
се стално унапређивати.  
 Урађен је пројекат PKI за Владу Војводине. У оквиру пројекта 
успостављен је интерни PKI систем у информационом систему 
покрајинских органа управе, конфигурисано је сертификационо 
тело - CA (Certification Authority), сервер и сервиси (Certificate 
Services) у интранет окружењу, и омогућено је коришћење 
дигиталних сертификата. Уведено је коришћење хибридних smart 
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картица и PKI USB токена. Овим пројектом извршено је 
оспособљавање запослених за конкретну примену дигиталног 
потписа у свом пословном окружењу у складу са важећим 
законским и подзаконским актима. У оквиру апликације 
Покрајинског секретаријата за финансије почела је практична 
примена стотинак хибридних смарт картица. 
 Управљање компјутерским отпадом у смислу информационе 
безбедности (вађење дискова пре предаје на рециклажу). 
 
Закључак 
 Поседовање сертификата ISO27001 ће омогућити Влади АПВ да 
гарантује највиши ниво сигурности испоруке јавних сервиса, 
тајност, интегритет и доступност сервиса и података.  
 Организоваће се обука запослених, како би се подигао ниво свести 
о значају информатичке безбедности у Влади АПВ, и сугурност 
рада скоро 1000 корисника рачунарске мреже Скупштине и Владе 
АПВ, као и удаљених локација. 
 На овај начин Влада Војводине би била први државни орган у 
Србији са поседовањем сертификата ISO27001. 
 
6.6.2. Остале реализоване активности 
 
У табели 6.6.2. дат је преглед уведених апликација и активности 
које су реализоване у циљу повећања информационе безбедности. 
 
Табела 6.6.2. Списак активности реализованих у циљу повећања 
информационе безбедности  
Назив реализованих 









Antivirus i antispam sa pure 
message (антивирусно решење 
за све рачунаре и сервере у 
току 4 године) - са годишњим 
одржавањем 
20.02.2007. 5 50.796 
Главни пројекат видео надзора 25.06.2007. 21 4.366 
Систем видео надзора објеката 
Извршног већа и Скупштине 
АП Војводине - I фаза 
28.11.2007. 30 148.435 
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Назив реализованих 









Софтвер за израду резервних 
копија података и оперативног 
система на серверима 
26.12.2007. 15 46.046 
Софтвер за help-desk и 
аутоматизацију подршке 
корисницима 
09.06.2008. 15 16.443 
Софтвер за удаљени инвентар 
рачунара и сервера (Tivoli 
Provisioning Manager Express 
for inventory 4.1.1.) 
11.06.2008. 30 18.224 
Софтвер за даљинско 
управљање и администрирање 
Windows система (Dameware 
utilities 6.7.0.8) 
17.06.2008. 15 1.676 
Увођење еПотписа у рад 
покрајинских органа - пилот 
пројекат 
15.12.2008. 60 17.128 
Систем видео надзора објеката 
Извршног већа и Скупштине 
АП Војводине - II фаза 
16.12.2008. 45 429.007 
Пројекат система за 
регистрацију и евиденцију 
радног времена и контролу 
приступа запослених у  
Скупштини и Извршном већу 
АПВ 
23.12.2008. 60 7.580 
Аcunetix (SW за проверу 
сигурности web сајтова) и GFI 
(скуп админ. алата) 
21.01.2010. 30 10.589 
Microsoft - Premier Support 30.07.2010. 3 год. 139.321 
Microsoft  лиценце за 
софтверске пакете који се 
користе у Влади АПВ 
25.08.2010. 3 год. 572.128 
ISO 27000 - Увођење система 
квалитета из серије стандарда 
27000 
у току  22.016 
УКУПНО:   1.483.753 
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6.6.3. Неке препоруке за безбедност: 
 
 Вршити сталну процену безбедности система, како би се 
осигурало спровођење безбедносних мера. 
 Редовно копирање података и складиштење резервних копија 
на посебној локацији. 
 Када је реч о личним подацима, држати прикупљање 
информација на минимуму и не откривати личне податке без 
претходне сагласности. 




У дисертацији су наведене различите дефиниције еУправе и аспекти 
увођења еУправе, као и преглед постојећих резултата истраживања из 
предметне области. Обрађена научна истраживања су класификована у 
следеће тематске групе: 
o Управљачки и организациони аспекти еУправе (циљеви 
еУправе и управљачки аспекти еУправе и утицај еУправе на 
шире окружење. 
o Техничко-технолошки аспекти еУправе (интероперабилност у 
еУправи и примена web технологија и интеграција 
софтверских решења за еУправу). 
o Увођење еУправе (модели увођења еУправе и прихватање 
еУправе од стране корисника и мерење квалитета јавних 
сервиса еУправе). 
 
Приказани су модели развоја електронске управе посебно у 
државама ЕУ и земљама у развоју. Дат је осврт и на стање еУправе у 
земљама у окружењу, а детаљно је описано стање еУправе у 
Републици Србији и АП Војводини. Стање еУправе је за све наведене 
земље описано са становишта истих аспеката (историја развоја 
информационог друштва, законски оквир, степен развоја, електронски 
јавни сервиси, делегирање надлежности и расположива 
инфраструктура). 
 
Због различитог степена развоја еУправе у различитим државама 
као и проблема приликом увођења еУправе у свакој држави, обзиром 
на постојеће системе и потребе њихових интеграција, посебно је 
анализирана интероперабилност. Детаљно је описан европски оквир за 
развој интероперабилности као део скупа иницијатива везаних за 
интероперабилност, чији је циљ пружање подршке успостављању 
европских јавних сервиса. 
 
У најважнијем делу рада, детаљно је описана спецификација 
захтева и модел реализације еУправе у АП Војводини за следеће 
области: надлежности и организација, развој људских ресурса,  
комуникациона инфраструктура, методологија развоја софтвера, јавни 
сервиси, софтверска архитектура, стандарди и интероперабилност, као 
и информациона безбедност. За све наведене области је описана 




Надлежност и организација је од пресудног значаја за успешну 
имплементацију еУправе. За разматране аспекте надлежности 
(политика и стратегија, координација, имплементација, подршка, 
финансијски надзор  и заштита података) је дато стање у земљама ЕУ 
и Републици Србији, а као студија случаја је описано стање 
надлежности и организације у органима покрајинске управе 
(Војводина). 
Како је развој људских ресурса и оспособљеност људи да 
користе технологије, од пресудног значаја за успешну имплементацију 
еУправе, прецизно су дефинисани захтеви, као и модел за: 
а) оспособљавање покрајинских службеника за коришћење система 
покрајинске еУправе, б) обезбеђење ИТ професионалаца који ће бити 
у стању да подрже развој и одржавање покрајинске еУправе  и 
в) оспособљавање грађана и пословних субјеката за коришћење 
електронских јавних сервиса. 
У оквиру приказа имплементације развоја људских ресурса у АП 
Војводини, описане су три студије случаја: а) спроведена ECDL обука 
и сертификација покрајинских службеника, б) један пример приступа 
развоју људских ресурса применом нових образовних технологија, 
који је у покрајинским органима управе подржан реализацијом 
система еУчење (описани су имплементирани садржаји и материјали, 
искуства у коришћењу и могућности за даља унапређења) и в) рад на 
научно истраживачком пројекту FP6 као пример сарадње са другим 
институцијама. 
 
У циљу обезбеђења мрежно комуникационих услова за 
коришћење сервиса интегрисаног информационог система органа 
управе Аутономне Покрајине Војводине, детаљно је дефинисана 
спецификација захтева за комуникационо информациону 
инфраструктуру. На основу захтева формиран је модел који треба да 
омогући неометан проток података, отпорност на отказе, аутономност 
и доступност мрежних сервиса, техничке карактеристике мреже 
(протоколе, топологију и мрежна чворишта, логичку архитектуру, 
хијерахијско адресирање, приступ Интернету), као и надгледање и 
управљање мрежом. У оквиру приказа имплементације, као студија 
случаја  за АПВ, описана је реализација локалне рачунарске мреже у 
објектима Скупштине и Владе АПВ, која са потом реализованим 
локалним рачунарским мрежама више удаљених објеката, представља 
основну комуникациону инфраструктуру еУправе АПВ.  
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На крају је дат преглед свих активности у оспособљавању ИКТ 
инфраструктуре и описана су стечена искуства током реализације 
рачунарских мрежа. 
 
Област софтвера је подељена у три дела: Методологија развоја, 
Софтверска архитектура и Јавни сервиси. 
За методологију развоја софтвера је дата спецификација 
захтева која се ослања на механизме пословних процеса и документе 
који треба да се размењују. Предложена је методологија која обухвата 
следеће кораке: снимање постојећег стања, спецификацију 
информационих захтева и имплементацију софтвера. У оквиру 
спецификације информационих захтева посебно су моделиране 
корисничке улоге, формиране UML спецификације, случајеви 
коришћења, дијаграм активности и спецификација докумената. 
У оквиру имплементације у АПВ, описане су две студије 
случаја:  Апликација за електронско праћење седница Владе и радних 
тела АП Војводине и апликација еКонкурси (спровођење конкурса за 
доделу средстава у органима покрајинске управе и фондовима чији је 
оснивач Скупштина АП Војводине). 
На крају су наведена искуства током коришћења ових значајних 
апликација. 
 
Спецификација захтева за софтверску архитектуру је базирана 
на функцијама системског софтвера у ужем смислу (оперативни 
системи на серверима и радним станицама) и функцијама 
инфраструктурних апликација. Дефинисан је вишеслојни модел 
софтверске архитектуре. Модел је базиран на: системском софтверу у 
ужем смислу (оперативни систем), инфраструктурном апликативном 
софтверу (СУБП, ДМС, ....) и корисничком апликативном софтверу, 
док је у односу на рачунарску опрему на којој се типично извршава, 
модел дефинисан за софтвер на: радним станицама и серверима. 
У оквиру имплеметације у АПВ, описане су две студије случаја: 
Портал еВојводина и еПисарница. 
 
За јавне сервисе је дефинисана спецификација захтева које 
сваки јавни сервис треба да задовољи: доступност, поузданост, 
робусност и безбедност, проширивост, интероперабилност, 
технолошка независност и вишефазна реализација. Предложена је 
методологија која обухвата следеће кораке: снимање постојећег стања, 
спецификација  захтева и имплементација сервиса. 
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Модел јавних сервиса треба да обухвата: модел корисника 
система, модел  архитектуре информационо комуникационог система, 
модел повезаности јавних сервиса, структуру јавних сервиса 
(елементарни и сложени) и модел за комуникацију између сервиса. 
Као студије случаја приказане су софтверске архитектуре два 
јавна електронска сервиса који су међусобно повезани: Библиотечка 
мрежа Војводине и јавни електронски сервис за приступ записницима 
са седница Владе АПВ (еСеднице). На крају су приказани сви остали 
реализовани јавни сервиси у органима покрајинске управе. 
 
У оквиру спецификације захтева и модела за стандарде и 
интероперабилност, дефинисани су захтеви и модел за увођење 
стандарда у области електронског учења са детаљном анализом 
дизајна процеса учења, креирање материјала за учење, коришћење 
наставног материјала и оцењивање напретка у учењу. 
У оквиру имплементације, као студија случаја,  описана је 
апликација за организацију и обављање испита електронски - Систем 
еУчење. 
 
У оквиру информационе безбедности дефинисана је 
спецификација захтева и модел за информациону безбедност који 
треба да омогући: управљање системом заштите, анализу ризика, 
обуку, евалуацију система заштите, сертификацију и акредитацију. 
Као студија случаја  описана је припрема за сертификацију по 
серији стандарда ISO27001. 
На крају су наведене остале реализоване активности у оквиру 
информационе безбедности, као и преглед искустава приликом 
коришћења (препоруке за имплементацију информационе 
безбедности). 
 
Приказан је један приступ увођења еУправе, који је верификован 
на увођењу еУправе у АП Војводини. На основу анализе постојећег 
стања у АП Војводини у првој половини 2005. године, констатовано је 
да је степен развоја еУправе у АП Војводини знатно заостајао у односу 
на степен развоја еУправе у земљама ЕУ. По угледу на ове земље, у 
другој половини 2005. године, усвојен је план реализације програма 
еУправе у АП Војводини, под називом еВојводина. Овај програм 
представља један од 14 програма економског развоја АП Војводине.  
 
Први корак у програму еВојводина био је израда полазних 
пројеката који су дефинисани крајем 2005. године. Задатак ових 
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пројекта је био да се да предлог развоја еУправе у АПВ, са циљем да 
се што је могуће брже, уз сва постојећа ограничења, постигне 
постојећи ниво развоја еУправе почетком 2006. године у земљама ЕУ. 
На тај начин у будућности би се знатно смањила разлика у степену 
развоја еУправе у односу на земље ЕУ. С обзиром на јасно постављен 
циљ и на основу доступне литературе и добре праксе полазни пројекти 
су заршени у предвиђеном року (120 дана пројекат рачунарске мреже, 
а остали пројекти за 90 дана).  
 
На основу искуства и добре праксе у земљама ЕУ у првом 
пројекту дата је стратегија развоја еУправе у АПВ. Предложене су 
надлежности Покрајине и локалне самоуправе за све аспекте еУправе. 
Такође је разматрана и организација ових надлежности на нивоу 
Покрајине. У другом пројекту је предложена архитектура логичке 
мреже еУправе АПВ која подржава прикључење рачунарских мрежа 
локалних самоуправа на територији АПВ, као и могућност да се ова 
мрежа види као саставни део рачунарске мреже еУправе Републике 
Србије. У трећем пројекту дате су препоруке за избор софтверске 
архитектуре за еУправу АПВ која се базира на OpenSource решењима. 
Овај избор базиран је на стању и даљем развоју OpenSource софтвера 
на нивоу ЕУ. Препоруке за имплементацију система електронских 
јавних сервиса за еУправу АПВ дате су у четвртом пројекту. У петом 
пројекту дате су препоруке за информатизацију интранет система 
еУправе у АПВ на бази управљања електронским документима. 
 
Савет за реализацију програма еВојводина формиран је 
15.06.2005. године, а 12.10.2007. године формирана је Комисија за 
управљање стратегијом еУправе покрајинских органа, на челу са 
председником Владе АПВ.  
 
Одмах по завршетку полазних пројеката приступило се 
реализацији локалне рачунарске мреже у објектима Скупштине и 
Владе АПВ. Мрежа је урађена (за 105 дана) половином 2006. године. 
Ово је омогућило да се већ у септембру 2007. године са папирнатог 
начина интерне комуникације пређе искључиво на електронску 
комуникацију у оквиру успостављене рачунарске мреже. Ово је био 
први видљив резултат увођења еУправе. Рачунарска мрежа је одмах 
након пуштања у рад надограђена одговарајућом серверском 
инфраструктуром за електронске сервисе и апликације еУправе.  
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Након успоставе информационо комуникационе инфраструктуре 
стекли су се предуслови за реализацију апликативног софтвера за 
потребе еУправе. Основна идеја увођења овог софтвера била је да се 
набаве преко поступака јавних набавки, а да тада постојећи 
информатички кадар (12 радника) брине о експлоатацији тих 
апликација. Прво је крајем 2006. године уведен библиотечки 
софтверски систем БИСИС верзија 3. Почетком 2009. године прешло 
се на верзију 4, која подржава комплетно електронско пословање 
библиотеке. 
 
Апликација за управљање седницама Владе АП Војводине 
пуштена је у рад марта 2007. године. Помоћу ове апликације сви 
послови у вези седница обављају се електронски. То је управо био и 
први пример у којем се више не користи документација у папирнатој 
форми. То значи да се од самог почетка увођења еУправе за 15 месеци 
достигао пример жељеног нивоа еУправе. За потребе заседања 
Скупштине АПВ реализован је систем електронског гласања. Свих 120 
посланика гласају уз помоћ смарт ИД картица. Систем за електронско 
гласање реализован је крајем 2009. године. Електронско утврђивање 
кворума, гласање, аутоматско генерисање извештаја омогућава 
потпуну транспарентност рада Скупштине АПВ. Систем је технички у 
потпуности повезан са системом радио - телевизије Војводине. 
 
Реализовано је више јавних електронских сервиса. Портал 
еВојводина, који  представља јединствену приступну тачку за све јавне 
сервисе који се реализују у систему јавних сервиса АП Војводине, 
реализован је у другој половини 2007. године. Сервис еПисарница, 
који је реализован је у другој поливини 2010. године, спољним 
корисницима омогућава проверу статуса својих докумената 
коришћењем Интернета и SMS. Сервис правних прописа и судске 
праксе завршен је средином 2009. године, сервис еУчење пуштен је у 
рад крајем 2009. године. Сервис за приступ записницима са седница 
Владе АПВ пуштен је у рад крајем 2010. године. 
 
Све апликације су набављене путем јавних набавки у отвореном 
поступку са различитим испоручиоцима. Постојећи информатички 
кадар је примао и бринуо о експлоатацији набављених апликација. 
Број запослених информатичара почетком 2006. био је 12, а крајем 
2010. године 22, што је 1,5%, односно 2% од тада укупног броја 
запослених. Ови информатичари имају потпуну контролу програмског 
кода свих апликација. Овим је обезбеђена интеграција и 
 274 
интероперабилност између апликација. То је постигнуто тако што су у 
конкурсној документацији за јавну набавку сваке апликације наведени 
услови за интероперабилност са другим платформама путем отворених 
стандарда, као и да серверска и клијентска страна апликације морају 
бити засноване на open-source технологијама.  
 
Безбедност информационо комуникационих ресурса је основни 
предуслов сигурне комуникације између свих учесника еУправе. Дате 
су основне препоруке за безбедност. 
 
За успех увођења еУправе значајно место има и 
информатичарска обука свих запослених. Зато је на седници Извршног 
већа АПВ (13.02.2008.) одобрено да се у правилнике о систематизацији 
радних места свих покрајинских органа, дирекција и служби уврсти 
ECDL као услов за радна места која захтевају рад на рачунару. Због 
тога је покренута ECDL обука и сертификација. Управа за заједничке 
послове покрајинских органа је постала тестинг центар и споственим 
снагама адаптирала и опремила учионицу за ECDL обуку у септембру 
2008. године. До краја 2010. године обуку је прошло 820 запослених 
(80% од укупног броја запослених). Пролазност кандидата на 
испитима је 93,5%.  
 
У току реализације еУправе Влада АП Војводине је имала 
сарадњу са: 
 Надлежним министарствима Републике Србије 
 Локалним самоуправама са подручја Војводине 
 Привредним субјектима који се могу укључити у 
имплементацију еУправе 
 Научно истраживачким инситуцијама које ће подржати и 
давати смернице за развој еУправе. 
Поред сарадње са наведеним институцијама, врло корисна је 
била и сарадња на међународном пројекту SWEB из групе FP6 
пројеката. 
 
У првом петогодишњем периоду (2006-2010) усвојени су 
принципи и поступци за увеђење еУправе у АПВ на основу којих су 
имплементирани примери за све аспекте еУправе. До сада је на 
имплементацију еУправе потрошено 3,5 милиона евра. Овим 
средствима је подигнута комплетна инфраструктура и реализован је 
низ значајних сервиса. За наредни период остаје да се на исти начин на 
постојећу инфраструктуру, имплементирају преостали знатно већи 
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број пословних процеса за еУправу. Укупни трошкови увођења 
еУправе у наведеном периоду су око 2 милиона евра. 
 
Током целог периода увођења еУправе треба доносити 
стратегије, иновирати их, спроводити акционе планове из стратегије и 
мерити активности спровођења еУправе.  
 
Препоруке дате за увођење еУправе на локалном нивоу могу 
бити од користи за увођење еУправе у различим локалним срединама, 
у различитим земљама. Ове препоруке биће примењене у увођењу 
еУправе у локалним самоуправама АПВ.  
 
На основу стратешких препорука и оперативних планова рада на 
годишњем нивоу, у првом петогодишњем (2005-10.) периоду у Влади 
и Скупштини АПВ постигнут је циљани развој еУправе развијених 
земаља почетком 2006. године. Изграђена је рачунарско 
комуникациона мрежа у зградама Владе и Скупштине АПВ и прешло 
се искључиво на електронску комуникацију у оквиру те мреже (2007.). 
Сви послови у вези седница Владе и Скупштине обављају се 
електронски без папирнатих докумената (2007.) и реализован је систем 
електронског гласања на заседањима Скупштине АПВ (2009.). 
Реализовани су јавни електронски сервиси: Библиотечки (2006.), 
Портал АПВ (2007.), Писарница (2010.), Правни прописи и судска 
пракса (2009.), Учење на даљину (2009.), Приступ записницима са 
седница Владе АПВ (2010.) и ИТ описмењавање запослених у 
покрајинским органима. Резултати указују да адекватно планирање и 
управљање реализацијом планова омогућава убрзан развој еУправе и 





The research subject of this thesis is eGovernment implementation model 
emphasizing regional and local governance. The aim of this model is to 
speed up regional/local eGovernment implementation with primary goal to 
achieve stage of eGovernment in developed countries while respecting local 
infrastructural and financial restrictions.   
 
Different eGovernment definitions and aspects of eGovernment are 
listed in the dissertation, and an overview of the related work in the subject 
area is given. The overview of the related work in the subject area follows 
the classification into three thematic groups: 
 the managerial and organizational aspects of eGovernment 
(eGovernment objectives and management aspects of eGovernment 
and eGovernment impact on the wider environment); 
 the technical and technological aspects of eGovernment 
(eGovernment interoperability and application of web technologies 
and integration of software solutions for eGovernment); 
 the implementation of eGovernment (eGovernment implementation 
models, user acceptance of eGovernment and measurement of the 
electronic public eGovernment services quality) 
 
The eGovernment development models, in particular those applied to 
EU and developing countries are presented. Also, an overview of the stage 
of eGovernment implementation in the neighboring countries is given, and 
the eGovernment implementation in Serbia and Vojvodina is described in 
detail. The stage of eGovernment implementation for all these countries is 
described from the same viewpoint (the same aspects are analyzed: history 
of the information society development, the legal framework, level of 
development, electronic public services, delegation of responsibilities and 
available infrastructure). Due to diverse levels of eGovernment 
development in different countries, specifics of eGovernment 
implementation in each state, and needs for eGovernment solutions’ 
integration, interoperability has been thoroughly analyzed. The 
development of a European Interoperability Framework is described as a 
part of a set of initiatives related to interoperability, which aims to support 
the establishment of European public services. 
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The main scientific contribution of this thesis is a detailed 
specification of eGovernment implementation model aimed at speeding up 
eGovernment implementation at local level where severe financial 
restrictions commonly exist.  The model considers following areas: 
competence and organization, human resources, communication 
infrastructure, software development (methodology, public services, 
software architecture), standards and interoperability, as well as the 
information security.  
 
Competence and organization are crucial for the successful 
eGovernment implementation. Jurisdiction aspects (policy and strategy, 
coordination, implementation, support, financial audit, data security) are 
discussed in the EU and the Republic of Serbia. Jurisdiction and 
organization of the provincial administration in Vojvodina are described as 
a case study. 
 
Human resources development and the ability of people to use the 
technology are crucial for the successful eGovernment implementation. 
Therefore, requirements and a model are precisely defined for: a) the 
training of local administrative officers to use eGovernment systems, b) the 
provision of IT professionals who will be able to support the development 
and maintenance of local eGovernment and c) training of citizens and 
businesses to use electronic public services. Three case studies of human 
resource development in AP Vojvodina are presented: a) conducted ECDL 
training and certification of provincial public administration personnel, b) 
an example of applying new educational technology in human resources 
development by implementation of provincial authorities eLearning system 
(the implemented courses and materials, experience in the use and 
possibilities for further improvement are described), and c) participation in 
FP6 research project as an example of cooperation with institutions in other 
countries. 
 
Communication infrastructure. In order to ensure network 
communication conditions for use of services of provincial administration 
integrated information system, detailed specification of the requirements for 
communication information infrastructure was defined. The model that 
meets all defined requests was established to allow the unimpeded flow of 
information, resistance to failure, autonomy and the availability of network 
services, technical network characteristics (protocols, network topology and 
nodes, logical architecture, hierarchical addressing, Internet access), as well 
as monitoring and network management. The implementation of local area 
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networks in the buildings of the Parliament and Government of APV is 
described as a case study. With later realized local computer networks that 
connect more distant objects, this local area network represents a basic 
communication infrastructure for eGovernment in APV. Finally, a review 
of all activities in enabling ICT infrastructure and the experience gained 
during the implementation of computer networks is described. 
 
Software development is analyzed regarding three aspects: a 
methodology development, software architecture and public service. 
Process oriented requests specification that relies on the documents to be 
exchanged is defined for software methodology development. Proposed 
methodology includes the following steps: analyzing existing situation, 
information requirements specification and software implementation. In the 
specification of information requirements are specifically modeled user 
roles, the formation of UML specifications, use cases, activity diagrams and 
document specifications. As part of the implementation in the APV, two 
case studies are described: application for electronic monitoring of sessions 
of the Government of Vojvodina and the working bodies and application 
eCompetitions (the open competition for the allocation of funds of the 
provincial administration and the organizations established by the 
Assembly of AP Vojvodina). Finally, some experiences are summarized in 
the use of these important applications. Specification of requirements for 
software architecture is based on the functions of the system software in the 
narrow sense (operating systems on servers and workstations) and on the 
functions of infrastructure applications. Multilayer software architecture 
model is defined. The model is based on: system software in the narrow 
sense (operating system), infrastructure application software (DBMS, DMS, 
....) and user application software, and in relation to computer equipment on 
which are typically carried out, the model is defined for software on: 
workstations and servers. Two case studies of software implementation in 
APV are described: Portal eVojvodina and eAdministrativeOffice. The 
specification of requirements is defined that every public service should 
satisfy: availability, reliability, robustness and security, scalability, 
interoperability, technological independence and multiphase 
implementation. Proposed methodology includes the following steps: 
present conditions and praxis analysis, specification of requirements and 
service implementation. Model of public services should include: model of 
system users, architecture model of the information communication system, 
the model of public services association, the structure of public services 
(elemental and compound) and a model for communication between 
services. The software architectures of the two interrelated public electronic 
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services are shown as case studies: Library Network of Vojvodina and the 
public electronic service for access to minutes of meetings of the 
Government of AP Vojvodina (eSessions). At the end, all the other public 
services implemented in the provincial administration are briefly shown. 
 
Standards and interoperability. Specifications of requirements and 
model for standards and interoperability define the requirements and the 
model for the introduction of standards in the field of eLearning, with a 
detailed design analysis of the process of learning, creating learning 
materials, use of teaching materials and assessment of progress in learning. 
As part of the implementation analysis, application for organizing and 
conducting the exams electronically - eLearning System is described as a 
case study.  
 
Information security encompasses specification of requirements and 
information security model definition that should provide: security system 
management, risk analysis, training, security system evaluation, 
certification and accreditation. Development and implementation of a 
structured Information Security Management System (ISMS) compliant to 
the ISO 27001 standard and preparation for ISO 27001 certification is 
described as a case study. At the end, other activities carried out within the 
framework of information security are listed, as well as review of the 
experience gained and recommendations for the implementation of 
information security. 
 
The proposed approach to implementation of eGovernment is 
verified by the case of introducing eGovernment in AP Vojvodina. 
  
Based on the analysis of the situation existing in the APV in the first 
half of 2005, it was concluded that the level of eGovernment development 
in APV was lagging behind significantly, when compared to the 
development level of eGovernment in the EU countries. Following the 
example of these countries, in the second half of 2005, the APV 
eGovernment implementation plan was adopted, titled eVojvodina 
Programme (on 15/06/2005, the Council for Implementation of eVojvodina 
Programme was established). Implementation of eGovernment within the 
eVojvodina Programme started through initial projects, defined in 
December 2005. The task of these projects was to submit a proposal of the 
eGovernment development in the APV, with the aim to achieve the 
eGovernment level close to the level of eGovernment existing in the EU at 
that time as soon as possible, and thereby substantially reduce the future 
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difference in the eGovernment development level when compared to the 
EU countries. Based on the experience and good practice in the EU 
countries, the first project proposed the global strategy for the eGovernment 
development in the APV. Competences of the Province and local self-
government have been suggested in respect of all aspects of eGovernment. 
Organisation of these competences at the provincial level has also been 
considered. The second project gives a model of the logical architecture for 
the eGovernment network, which enables an easy internetworking with 
municipal computer networks in the territory of the APV, as well as with 
eGovernment computer network of the Republic of Serbia. The third project 
defines conceptual model of the general software architecture of the 
eGovernment system in APV, based on the open source software solutions. 
This choice is based on the state and further development of Open Source 
software in the EU. Recommendations for the implementation of electronic 
public services for APV eGovernment are given in the fourth project. The 
fifth project proposed the methodology for development of Intranet system 
of eGovernment in the APV, based on document management system. 
Immediately upon completion of the initial projects, started the 
implementation of local area network in the buildings of the Parliament and 
Government of APV. The network is realized (for 105 days) in the first half 
of 2006, and in September 2007, the paper method of internal 
communication was replaced with electronic communication within 
established computer network. This was the first visible result of 
eGovernment implementation.  
After the establishment of information and communication 
infrastructure, conditions were met for deployment of the eGovernment 
software applications.  The outsourcing model was applied for software 
development and deployment (procurement of software through public 
procurement procedures), combined with internal staff (existing IT 
personnel – 12 employees) that is responsible for the further application 
exploitation.  
Based on the strategic recommendations related to ICT policy and 
standards, and annual operating plans, in the first five-year period (2005-
10) the level of the ICT deployment in the operation of AP Vojvodina 
Assembly and Government was achieved that is close to the level of 
eGovernment in the developed countries in early 2006. All activities 
pertaining to sessions of the Government of AP Vojvodina are conducted 
electronically, without paper documents (2007), and the electronic voting 
system was implemented in sessions of the AP Vojvodina Assembly 
(2009). Several public electronic services were implemented: Library 
(2006), Portal APV (2007), Records and Archives Office (2010), Legal 
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Regulations and Judicial Practice (2009), Distance Learning (2009), Access 
to Records from Sessions of AP Vojvodina Government (2010) and IT 
literacy training for employees of the provincial authorities. As an 
important governance measure, the Commission for the Management of the 
eGovernment Strategy of Provincial Bodies headed by the President of AP 
Vojvodina Government was founded on 12/10/2007. 
So far, the amount of 3.5 million EUR has been allocated for the 




П1. Корисни линкови  
еУправа информативни сајтови  
 www.egovmonitor.com: eGov monitor — Новости из Европе 
 www.fcw.com : Federal Computer Week — Амерички базиран 
сајт са објашњењима. 
 www.gcn.com : Government Computer News — Амерички 
базиран сајт. 
 www.egovjournal.com : Journal of E-Government — Амерички 
професионални журнал 
Официјелни еУправа сајтови  
 www.euprava.gov.rs : еУправа  - званични портал Републике 
Србије 
Официјелни сајтови електронске управе у свету  
 www.australia.gov.au : Аустралија 
 www.help.gv.at : Аустрија 
 www.belgium.be: Белгија 
 www.portal.gov.cz: Чешка 
 www.egypt.gov.eg: Египат 
 www.ec.europa.eu: Европска унија 
 www.service-public.fr: Француска 
 www.ehawaii.gov: Хаваји 
 www.overheid.nl: Холандија 
 www.hitro.hr: Хрватска 
 www.india.gov.in: Индија 
 www.citizensinformation.ie: Ирска 
 www.italia.gov.it: Италија 
 www.e-gov.go.jp: Јапан 
 www.servicecanada.gc.ca: Канада 
 www.e.gov.qa: Катар 
 www.gov.cn: Кина 
 www.epaslaugos.lt: Литавнија 
 www.magyarorszag.hu: Мађарска 
 www.uslugi.gov.mk: Македонија 
 www.bund.de: Немачка 
 www.norway.no: Норвешка 
 283 
 www.newzealand.govt.nz: Нови Зеланд 
 www.portal.gov.cz: Пољска 
 www.portaldocidadao.pt: Португал 
 www.e-guvernare.ro: Румунија 
 www.usa.gov: САД 
 www.ecitizen.gov.sg: Сингапур 
 www.e-uprava.gov.si: Словенија 
 www.060.es: Шпанија 
 www.ch.ch: Швајцарска 
 www.sweden.se: Шведска 
 www.direct.gov.uk: Велика Британија 
 
Посебни официјелни сајтови  
 Good Practice Framework — Информативни сајт Европске уније 
за удружења 
 eGovernment Unit — Део цивилне администрације Уједињеног 
Краљевства [1] 
 Irish eGovernment: state information search 
 Local e-Gov — Амбиције Велике Британије на локалном нивоу 
Истраживања и едукација  
 Section for Information Technology and Administrative Systems at 
the University of Oslo — Академска истраживања за еУправу 
Неофицијелни еУправа сајтови  
 Action Network BBC стране за дискусију намењене управи 
Велике Британије 
 E-Government in Belarus 
 European LoG-IN project LoG-IN project (European Interreg IIIB 
North Sea project) 32 локалне администрације из 3 европске 
земље раде заједно да побољшају сервисе јавном сектору. 
Разно  
 Government Computerization 
 European Commission's IDABC website еУправа новости, 
еУправа историја у државама чланицама, документи и даља 
документација. 
 Demosphere Project — Пројекат који користи отворени и 
интерактивни софтвер. 
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П2. Истраживачки пројекти еУправе које 
финансира ЕУ- Пети оквирни програм (5th 
Framework Programme - FP5) за истраживања 
(1998-2002) [FP5 projects] 
 
 ACKNOWNET - Active Knowledge Manager Using Dynamic Self-
Modifying Knowledge Models 
 AGORA 2000 - Innovative IST Platform and Services to support a 
Democratic Regional/Urban Planning Process 
 AIDA - Advanced Interactive Digital Administrations 
 AVANTI - Added Value Access to New Technologies  
and services on the Internet 
 BISER - Benchmarking the Information Society - eEurope Indicators 
for European Regions 
 CB-BUSINESS - Cross-border Business Intermediation through 
Electronic Seamless Services 
 CENTURi21 - Community Empowerment Network Through Universal 
Regional integration for the 21st Century 
 CITATION - Citizen Information Tool in smart Administrations 
 CLIPCARD - European Traffic Violation Ticket 
 CYBERVOTE - An innovative cyber voting system for Internet 
terminals and mobile phones 
 DECOR - Delivery of Context-sensitive Organisational Knowledge 
 DEMOS - Delphi Mediation Online System 
 EBR-ON - European Business Register - Open Network 
 E-COURT - Electronic Court: judicial IT-based management 
 EDEN - Electronic Democracy European Network 
 eEPOCH - eEurope Smart Card Charter proof of concept and holistic 
solution 
 E-FORUM - E-Forum for European Government 
 EGOV - An integrated Platform for Realising Online One-Stop 
Government 
 EMPLOY - New Employment through innovative Tools and Services 
for an Efficient / Effective European Structural Funds Management  
 e-MINDER - Electronic CoMmerce Leveraging Network for 
Developing European Regions 
 eMUNIS - Electronic Municipal Information Services – Best Practice 
Transfer and Improvement Project 
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 ENLARGE - Entrepreneurship Laboratory for Eastern European 
Regions 
 E-POLL - Electronic Polling System for remote voting operations 
 E-POWER - European Programme for an Ontology based Work 
Environment for Regulations and legislation 
 EU-PUBLI.COM - Facilitating Co-operation amongst European Public 
Administration employees through a Unitary European Network 
Architecture and the use of Interoperable Middleware Components 
 EUCLID - European initiative for a Citizen digital ID solution 
 EURO-CITI - European Cities platform for on-line transaction services 
 EUROVET TRIAL - Trial of the Eurovet Animal Identification and 
Veterinary Surveillance System 
 e-VOTE - An Internet Based Electronic Voting System 
 FASME - Facilitating Administrative Services for Mobile Europeans 
 ICTE-PAN - Methodologies and Tools for Building Intelligent 
Collaboration and Transaction Environments in Public Administration 
Networks 
 IMPULSE - Improving Public Services 
 INFOCITIZEN - Agent based negotiation for inter- and intra-enterprise 
coordination employing a European Information Architecture for Public 
Administration 
 KEELAN - Key Elements for electronic Local Authorities' Networks 
 KIWI - Building Innovative Knowledge Management Infrastructures 
Within European Public Administrations 
 MAP - Mobile Adaptive Procedure 
 MEASURE - Measuring IST industrial impact and socio-economic 
results 
 PACE - Public Administration and Electronic Commerce in Europe 
 PANDORA - Pilot Action oN Digital economy Opportunities for Rural 
Area 
 PELLUCID - A Platform for Organisationally Mobile Public 
Employees 
 PRISMA - Prospective Service Models and Assessment 
 REGIONAL-IST - Regional Indicators of e-Government and e-Business 
in Information Technologies 
 SAMPLE - Single Administrative Message for Postal Enterprises 
 SMARTGOV - A Governmental Knowledge-based Platform for Public 
Sector Online Services 
 THREE ROSES - Three Regional Operating networks working on 
Strategic Electronic Scenarios 
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 TRIDENT - Three-dimensional Restitution via Internet of Digital 
Elevation Networks in Towns 
 TRUE VOTE - A Secure and Trustable Internet Voting System based 
on PKI 
 VISUAL ADMIN - Opening Administration Information Systems to 
Citizens 
 VSIIS - Voluntary organisations and Social Inclusions in the 
Information Society 







П3. Истраживачки пројекти еУправе које 
финансира ЕУ- Шести оквирни програм (6th 
Framework Programme - FP6) за истраживања 
(2002-2006) [FP6 projects] 
 
 ACCESS-eGov - Access to e-Government Services Employing 
Semantic Technologies 
 ALIS - Automated Legal Intelligent System 
 BALTICTIME - Reinforcing eGovernment services in Baltic States 
through legal and accountable digital Time stamp 
 BRITE - Business Register Interoperability Throughout Europe 
 COSPA - Consortium for Open Source in the Public Administration 
 DEMO-NET - The network of leading experts in eParticipation 
 eGOV-BUS - Advanced eGovernment Service Bus 
 eGOVERNET- eGovernment Research Management 
 eGovRTD2020 - Roadmapping eGovernment RTD 2020 
 ELOST - E-government for LOw Socio-economic sTatus groups 
 EMAYOR - Electronic and secure municipal administration for 
European citizens 
 EPRI knowledge - Information Society Technologies for 
Parlamentarians 
 eREPRESENTATIVE - A Virtual Desktop to Support the Mobile 
Elected Representative 
 ESTRELLA - European project for Standardized Transparent 
Representations in order to Extend Legal Accessibility 
 EUSER - Evidence-based support for the design and delivery of user-
centred online public services 
 FIT - Fostering self-adaptive e-government service improvement 
using semantic technologies 
 FLOSSPOLS - Free/libre and open source software: policy support 
 GUIDE – Creating an European identity management architecture for 
eGovernment 
 HOPS - Enabling an intelligent natural language based hub for the 
deployment of advanced semantically enriched multichannel mass-scale 
online public services 
 ICING - Innovative Cities of the Next Generation 
 INTELCITIES - Intelligent cities 
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 ITAIDE - Information Technology for Analysis and Intelligent Design 
for eGovernment  
 iWEBCARE - Integrated Web Services Platform for the facilitation of 
fraud detection in health care e-government services 
 LD-CAST - Local Development Cooperation Actions Enabled By 
Semantic Technology 
 ONESTOPGOV - A life-event oriented framework and platform for 
one-stop government 
 ONTOGOV - Ontology-enabled e-gov service configuration 
 PICTURE - An Instrument to Provide Successful ICT Investment 
Strategies for European Public Administrations 
 QUALEG - Quality of service and legitimacy in eGovernment 
 R4eGov - Towards e-Administration in the large 
 SAFIR - Speech automatic friendly interface research 
 SAKE - Semantic-enabled agile knowledge-based e-government 
 SEEMP - Single European Employment Market Place 
 SEMANTICGOV - Services for Public Administration 
 Terregov - Impact of eGovernment on territorial government services 
 TRANSFER-EAST - Transferring government to business IST good 
practices to Eastern European new member states 





П4. Пројекти програма еПартиципација 
 
У наставку је дат кратак приказ за сваки од пројеката програма 
еПартиципација. Више информација о сваком пројекту се може наћи у 
бази података о пројектима из програма еПартиципација (eParticipation 
project database). 
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П6. Преглед десет ICT PSP пројеката из области 
еУправе 
 
1. STORK: Secure Identity Across Borders Linked 





2. PEPPOL: Pan European Public Procurement OnLine (PEPPOL) 





3. SPOCS: Simple Procedures Online for Crossborder Services 






4. ECRN: EUROPEAN CIVIL REGISTRY NETWORK 






5. Rural-Inclusion: e-Government Lowering Administrative 
Burdens for Rural Businesses Better interection between regional 















ЈЕДИНСТВЕНИ ЕВРОПСКИ СЕРВИС ЗА ГРАЂАНСКУ НЕГУ 
 
8. eGovMoNet: eGovernment Monitor Network 






9. PEP-NET: Pan European E-Participation Network 
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