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ISO: Organización internacional para estandarización (ISO, International 
Organization for Standardization). Una organización internacional que 
desarrolla y promueve estándares de operación entre redes en todo el mundo. 
VPN: (Virtual Private Network/Red Privada Virtual). Una conexión IP entre dos 
sitios sobre una red pública IP que tiene su tráfico de carga útil codificada de 
manera que sólo los nodos fuente y destino pueden descifrar los paquetes de 
tráfico. Una VPN permite a una red públicamente accesible sera usada para 
transmisiones de datos altamente confidenciales, dinámicas y seguras. 
WAN: Una red que interconecta recursos de computadoras que están 
geográficamente ampliamente separadas (usualmente a más de 100 km). 
Esto incluye pueblos, ciudades, estados y condados. Un WAN cubre 
generalmente un área mayor que 5 millas (8 km) y puede considerarse que 
consiste en una colección de LAN. 
OSPF: probablemente el protocolo IGP más utilizado en redes grandes; IS-IS, 
otro protocolo de encaminamiento dinámico de enlace-estado, es más común 
en grandes proveedores de servicios. Como sucesor natural de RIP, 
acepta VLSM y CIDR desde su inicio. A lo largo del tiempo, se han ido creando 
nuevas versiones, como OSPFv3 que soporta IPv6 o las 
extensiones multidifusión para OSPF (MOSPF), aunque no están demasiado 
extendidas.  
 
DIRECCIÓN IPV6: Una dirección IP con base en IPv6. Una dirección IPv6 
consiste en 128 bits y tiene 4000 millones X 4000 millones de veces el tamaño 
del espacio de dirección IPv4 (2128 vs. 232). A diferencia de las direcciones 
IPv4, las direcciones IPv6 usan dos puntos como delimitador (en vez de una 
notación “punto”), y ellas son escritas como ocho enteros de 16 bits 




Solución de dos escenarios presentes en entornos corporativos bajo el uso de 
tecnología cisco es el producto de la preparación del estudiante para 
configurar, administrar y solucionar problemas presentados en redes LAN y 
WAN a través de las temáticas establecidas en los protocolos EIGRP y OSPF, 
configuración de network. Mediante el desarrollo de la prueba se plantea la 
conmutación y enrutamiento de dos escenarios que ponen en práctica los 
conocimientos adquiridos en el transcurso del diplomado y así identificar las 
habilidades que se lograron en el proceso de formación profesional. Estos 
problemas que se trazan permiten mostrar el resumen de las actividades 
ejecutadas en la totalidad del curso a través del paso a paso realizado para 
ciertas configuraciones y la verificación de conectividad usando comandos 
básicos como show ip route. 




Solution of two scenarios present in corporate environments using Cisco technology 
is the product of the student's preparation to configure, manage and solve problems 
presented in LAN and WAN networks through the themes established in the EIGRP 
and OSPF protocols, configuration of network. Through the development of the test, 
the switching and routing of two scenarios is proposed that put into practice the 
knowledge acquired in the course of the diploma and thus identify the skills that were 
achieved in the professional training process. These problems that are traced allow 
to show the summary of the activities executed in the entire course through the step-
by-step performed for certain configurations and the connectivity verification using 
basic commands such as show ip route. 
 





El diplomado de profundización Cisco CCNP es una plataforma de manera 
virtual que ayuda al enriquecimiento de conocimientos en redes y 
comunicaciones y permite el desarrollo de habilidades y nociones obtenidas 
en el transcurso de la carrera profesional, así mismo prepara al estudiante 
para enfrentar diversos problemas en comunicación  presentados en redes a 
través del desarrollo de escenarios propuestos. El siguiente documento 
desarrolla la prueba de habilidades prácticas que hace parte de una serie de 
actividades propuestas para el curso. 
 
Para el desarrollo de dicha prueba se tocan diferentes temas tales como el 
enrutamiento a través del protocolo OSPF, configuraciones relacionas a IPV4, 
EIGRP e interfaces Loopback; para luego finalizar con una sencilla red 
compuesta por switches. 
 
Finalmente, en este documento se encontrara la descripción y desarrollo de 
cada uno de los puntos establecidos para la aplicación de las prueba de 
habilidades practicas con su respectivo análisis, explicación y la verificación 






1. ESCENARIO 1 
 
En la figura 1. Encontramos el problema a solucionar en el escenario 1 donde se 
representan 5 Routers a configurar con un tipo de conexión predeterminado. 
 
Figura  1 escenario 1 
 
 
Fuente: UNAD guía de actividades trabajo final cisco ccnp 
 
La simulación se realizó en el software packet tracer  simulando los cinco Routers y 
realizando las conexiones según la tabla de configuracion, la simulación se realizó 












1. Aplique las configuraciones iniciales y los protocolos de enrutamiento      para 
los Routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords 
en los Routers. Configurar las interfaces con las direccione    que se muestran 
en la topología de red. 
 
Nombre de 
los Router  
Interface serial 0/0 Interface serial 0/1 
R1 150.20.15.1 255.255.255.0  
R2 150.20.15.2 255.255.255.0 150.20.20.2 255.255.255.0 
R3 150.20.20.3 255.255.255.0 80.50.42.3 255.255.255.0 
R4 80.50.42.4 255.255.255.0 80.50.30.4 255.255.255.0 
R5 80.50.30.4 255.255.255.0  
Tabla 1 Configuracion basica routers 1 
La configuracion de protocolos de enrutamiento a los diferentes Routers se realiza 
por comando CLI en cada uno de los Router, se utilizan los comandos ip Router, 
hostname entre otros como se muestran en la figura 3, figura 4, figura 5, figura 6 y 







Figura  3 aplicando codigo R1 
 
Fuente: Autor  
 
Router>en  // ingreso a modo privilegiado  
Router#conf t  // ingreso a modo de configuración  
Router(config)#hostname R1  // configuración nombre del Router   
R1(config)#no ip domain-lookup   // evita buscar palabras mal digitadas  
R1(config)#line con 0   // configuración de línea  
R1(config-line)#logging synchronous  // enviar mensaje sin interrumpir  
R1(config-line)#interface serial 0/0/0  // seleccion interface direccion serial 
R1(config-if)#description contra R2   // agrega una descripcion a la interfaz  
R1(config-if)#ip address 150.20.15.1 255.255.255.0 // asigno direccion ip a serial 
destinado  
R1(config-if)#no shutdown  // reinicia una interfaz desactivada 
R1(config-if)#exit   // regresa al modo anterior. 
R1(config)#router ospf 1   // habilita el dominio ospf 
R1(config-router)#router-id 1.1.1.1 // asignacion direccion id 
R1(config-router)#network 150.20.15.0 0.0.0.255 area 150  // asigno direccion ip a 
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serial destinado  
R1(config-router)#exit   // regresa al modo anterior 
 
Figura  4 aplicando codigo R2 
 
Fuente: Autor  
 
Router>en  // ingreso a modo privilegiado  
Router#conf t  // ingreso a modo de configuración 
Router(config)#hostname R2  // configuracion nombre del router 
R2(config)#no ip domain-lookup  // evita buscar palabras mal digitadas 
R2(config)#line con 0  // configuración de línea 
R2(config-line)#logging synchronous   // enviar mensaje sin interrumpir 
R2(config-line)#interface serial 0/0/0  // seleccion interface direccion serial 
R2(config-if)#description Contra R1  // agrega una descripcion a la interfaz 
R2(config-if)#ip address 150.20.15.2 255.255.255.0        // asigno direccion ip a serial 
destinado  
R2(config-if)#no shutdown  // reinicia una interfaz desactivada 
R2(config-if)#exit  // regresa al modo anterior 
R2(config)#interface serial 0/0/1 // seleccion interface direccion serial 
 
R2(config-if)#description Contra R3  // agrega una descripcion a la interfaz 
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R2(config-if)#ip address 150.20.20.1 255.255.255.0  // asigno direccion ip a serial 
destinado  
R2(config-if)#no shutdown   // reinicia una interfaz desactivada 
R2(config-if)#exit   // regresa al modo anterior 
R2(config)#router ospf 1  // habilita el dominio ospf 
R2(config-router)#router-id 2.2.2.2  //asignacion direccion id 
R2(config-router)#network 150.20.15.0 0.0.0.255 area 150  // asigno direccion ip a 
serial destinado  y area 
R2(config-router)#network 150.20.20.0 0.0.0.255 area 150  // asigno direccion ip a 
serial destinado  y area 
R2(config-router)#exit   // regresa al modo anterior 
 
Figura  5 aplicando codigo R3 
 
Fuente: Autor  
 
Router>en   // ingreso a modo privilegiado      
Router#conf t  // ingreso a modo de configuración 
Router(config)#hostname R3  // configuracion nombre del router 
R3(config)#no ip domain-lookup  // evita buscar palabras mal digitadas 
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R3(config)#line con 0  // configuración de línea 
R3(config-line)#logging synchronous  // enviar mensaje sin interrumpir 
R3(config-line)#interface serial 0/0/0  // seleccion interface direccion serial 
R3(config-if)#description Contra R2   // Agrega una descripcion a la interfaz 
R3(config-if)#ip address 150.20.20.2 255.255.255.0 // asigno direccion ip a serial 
destinado     
R3(config-if)#no shutdown  // reinicia una interfaz desactivada 
R3(config-if)#exit  // regresa al modo anterior 
R3(config)#interface serial 0/0/1    // seleccion interface direccion serial 
R3(config-if)#description Contra R4 // Agrega una descripcion a la interfaz   
R3(config-if)#ip address 80.50.42.1 255.255.255.0     0     // asigno direccion ip a 
serial destinado    
R3(config-if)#no shutdown   // reinicia una interfaz desactivada 
R3(config-if)#exit    // regresa al modo anterior. 
R3(config)#router ospf 1  // habilita el dominio ospf 
R3(config-router)#router-id 3.3.3.3  // asignacion direccion id 
R3(config-router)#network 150.20.20.0 0.0.0.255 area 150   // asigno direccion ip a 
serial destinado  y area 
R3(config-router)#exit    // regresa al modo anterior 
R3(config)#router eigrp 51  // habilita el dominio eigrp 
R3(config-router)#network 80.50.42.0  // Asigna una dirección de rd a la cual el 
router se encuentra directamente conectado 
























Figura  6 aplicando codigo R4 
 
Fuente: Autor  
 
Router>en  // ingreso a modo privilegiado 
Router#conf t   // ingreso a modo de configuración  
Router(config)#hostname R4   // configuración nombre del Router 
R4(config)#no ip domain-lookup  // evita buscar palabras mal digitadas 
R4(config)#line con 0   //configuración de línea 
R4(config-line)#logging synchronous // enviar mensaje sin interrumpir 
R4(config-line)#interface serial 0/0/0  //seleccion interface direccion serial 
R4(config-if)#description Contra R3   // Agrega una descripcion a la interfaz  
R4(config-if)#ip address 80.50.42.2 255.255.255.0   0   // asigno direccion ip a serial 
destinado  
R4(config-if)#no shutdown  // reinicia una interfaz desactivada 
R4(config-if)#exit  // regresa al modo anterior 
R4(config)#interface serial 0/0/1  // seleccion interface direccion serial 
R4(config-if)#description Contra R5    // agrega una descripcion a la interfaz 
R4(config-if)#ip address 80.50.30.1 255.255.255.0  // asigno direccion ip a serial 
destinado  
R4(config-if)#no shutdown  //reinicia una interfaz desactivada 
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R4(config-if)#exit   // regresa al modo anterior 
R4(config)#router eigrp 51  // habilita el dominio eigrp 
R4(config-router)#network 80.50.30.0   // asigno direccion ip a serial destinado  
R4(config-router)#exit   // regresa al modo anterior 
 
Figura  7 aplicando codigo R5 
 
 
Fuente: Autor  
 
Router>en  // ingreso a modo privilegiado 
Router#conf t   // ingreso a modo de configuración 
Router(config)#no ip domain-lookup // evita buscar palabras mal digitadas 
Router(config)#hostname R5  // configuración nombre del Router 
R5(config)#line con 0   // configuración de línea 
R5(config-line)#logging synchronous  // enviar mensaje sin interrumpir 
R5(config-line)#interface serial 0/0/0  // seleccion interface direccion serial 
R5(config-if)#description contra R4    // agrega una descripcion a la interfaz 
R5(config-if)#ip address 80.50.42.0 255.255.255.0 // asigno direccion ip a serial 
destinado  
R5(config-if)#ip address 80.50.42.3 255.255.255.0 // asigno direccion ip a serial 
destinado  
R5(config-if)#no shutdown   // reinicia una interfaz desactivada 
R5(config-if)#router eigrp 51 // habilita el dominio eigrp 
R5(config-router)#network 80.50.30.0  //  asigna una dirección de rd a la cual el 
router se encuentra directamente conectado 
R5(config-router)#exit  // regresa al modo anterior 
 
2.  Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 20.1.0.0/22 y configure esas interfaces para participar en el 























Tabla 2 Loopback interfaces R1 1 
R1(config)#interface Loopback 10   // acceso a modo de configuración interfaz  
R1(config-if)#ip address 20.1.0.1 255.255.255.0 // asigno direccion ip a serial 
destinado  
R1(config-if)#exit   // regresa al modo anterior 
R1(config)#interface Loopback 20  // acceso a modo de configuración interfaz 
R1(config-if)#ip address 20.1.1.10 255.255.255.0 // asigno direccion ip a serial 
destinado  
R1(config-if)#exit   // regresa al modo anterior 
R1(config)#interface Loopback 30   //acceso a modo de configuración interfaz 
R1(config-if)#ip address 20.1.2.20 255.255.255.0  // asigno direccion ip a serial 
destinado  
R1(config-if)#exit   // regresa al modo anterior 
R1(config)#interface Loopback 40    //acceso a modo de configuración interfaz 
R1(config-if)#ip address 20.1.3.30 255.255.255.0 // asigno direccion ip a serial 
destinado  
R1(config-if)#exit   // regresa al modo anterior 
R1(config)#router ospf 20   // habilita el dominio ospf 
R1(config-router)#router-id 1.1.1.1  // asignacion direccion id 
R1(config-router)#network 20.1.0.0 255.255.252.0 area 150  // asigno direccion ip a 
serial destinado y area 
R1(config-router)#interface loopback 10  // acceso a modo de configuración interfaz 
R1(config-if)#ip ospf network point-to-point  // asigno protocolo ospf network 
R1(config-if)#exit    // regresa al modo anterior 
R1(config)#interface loopback 20      // acceso a modo de configuración interfaz 
R1(config-if)#ip ospf network point-to-point   // asigno protocolo ospf network 
R1(config-if)#exit   // regresa al modo anterior 
R1(config)#interface loopback 30   // acceso a modo de configuración interfaz 
R1(config-if)#ip ospf network point-to-point  / /asigno protocolo ospf network 
R1(config-if)#exit   // regresa al modo anterior 
R1(config)#interface loopback 40  // acceso a modo de configuración interfaz 
R1(config-if)#ip ospf network point-to-point   // asigno protocolo ospf network 
R1(config-if)#exit   // regresa al modo anterior 
 
Para configurar las Loopback se debe ingresar al modo de configuracion de la 
interfaz asignar la dirección ip y regresar al modo anterior, todo en configuracion 
global en la figura 8 podemos observar los comandos en cli utilizados. 
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Figura  8 interfaces loopback R1 
 
Fuente: Autor  
 
3.  Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 180.5.0.0/22 y configure esas interfaces para participar en el 






















Tabla 3 Loopback interface en R5  
R5#conf  // ingreso a modo de configuración 
R5(config-if)#ip address 180.5.0.1 255.255.255.0 // asigno direccion ip a serial 
destinado  
R5(config-if)#exit  // regresa al modo anterior 
R5(config)#interface loopback 200  // configuro Interfaz Loopback 
R5(config-if)#ip address 180.5.1.1 255.255.255.0  // asigno direccion ip a serial 
destinado  
R5(config-if)#exit  // regresa al modo anterior 
R5(config)#interface loopback 300  // configuro Interfaz Loopback 
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R5(config-if)#ip address 180.5.2.1 255.255.255.0 // asigno direccion ip a serial 
destinado  
R5(config-if)#exit  // regresa al modo anterior 
R5(config)#interface loopback 400 // configuro Interfaz Loopback 
R5(config-if)#ip address 180.5.3.1 255.255.255.0 // asigno direccion ip 
R5(config-if)#exit  // regresa al modo anterior 
R5(config)#router eigrp 51 // configuracion eigrp 51 para interfaces  
R5(config-router)#auto-summary // evita que RIP haga un resumen automático de 
la red 
R5(config-router)#network 180.5.0.0 255.255.252.0 // asigno direccion ip a serial 
destinado 
R5(config-router)#exit   // regresa al modo anterior 
 
Para configurar las Loopback se debe ingresar al modo de configuracion de la 
interfaz asignar la dirección ip y regresar al modo anterior, todo en configuracion 
global como se realizó en el punto anterior anexando la configuracion del sistema 
autónomo EIGRP51 como se muestra en la figura 9 y 10 donde se crearon las cuatro 
nuevas interfaces. 
 
Figura  9 interfaces loopback en R5  
 





Figura  10 Interfaces loopback en R5.1 
 
Fuente: Autor   
 
4.  Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
El comando show ip route verifica que las rutas recibidas por los vecinos EIGRP 
estén instaladas en la tabla de routing IPv4. El comando show ip route muestra la 
tabla de routing completa, incluidas las redes remotas descubiertas de manera 
dinámica, las rutas conectadas directamente y las rutas estáticas como se muestra 





















     Figura  11 rutas aprendidas en R3 
 
        Fuente: Autor  
 
5.  Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo  de 
80000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 
R3#conf  // modo configuracion  
R3(config)#router eigrp 10  //acesso al dominio eigrp 
R3(config-router)#redistribute ospf 1 metric 80000 100 255 1 1500 //configuro 
redistribucion EIGRP 
R3(config-router)#exit  // regresa al modo anterior 
R3(config)#router ospf 1  // configuro redistribucion OSPF 
R3(config-router)#log-adjacency-changes // sirve para que, cuando OSPF 
encuentre un vecino, o adyacencia, lo notifique en la consola 
R3(config-router)#redistribute eigrp 10 subnets   // configuro redistribucion 
EIGRP 
R3(config-router)#exit  // regresa al modo anterior 
R3(config)#router eigrp 10  // acesso al dominio eigrp 
R3(config-router)#redistribute ospf 1 metric 1544000 20000 255 1 1500  
//configuro redistribucion EIGRP 
R3(config-router)#exit  // regresa al modo anterior 
 
En la figura 12 podemos observar la configuracion que se realizó en las rutas EIGRP 
y OSPF con la velocidad del ancho de banda en microsegundos se realizó la 
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programación del dominio y la redistribución. 
 
Figura  12 redistribuciones de las redes 
 
Fuente: Autor  
 
6.  Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
 
En la figura 13 podemos observar las diferentes rutas con direcciones ip que se 
encuentra activas dentro del ejercicio. 
 
Figura  13 show ip  
 
Fuente: Autor  
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2. ESCENARIO 2  
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto. 
 
El escenario propuesto se muestra a continuación en la figura 14, en este se 
muestran las diferentes conexiones en comunicación que se deben realizar a los 
switches. 
 

























En la figura 15 se puede observar la simulación realizada en el software gns3 debido 
a la configuracion que se debe realizar en cada switch, gns3 es el programa óptimo 








Figura  15 simulacion escenario 2 
 
Fuente: Autor  
 
 Parte 1: configurar la red de acuerdo con las especificaciones: 
 
a. Apagar todas las interfaces de cada switch 
 
Se aplica deshabilitar las interfaces fast ethernet de los switches por medio del 
comando shutdown  para facilitar el procedimiento en cada switch  se toman todas 
las interfaces. Este comando se repite en los 4 switches del escenario 
 
Switch DLS1 
DLS1#config t  // ingreso al modo de configuración 
DLS1(config)#interface range e0/0-3, e1/0-3, e2/0-3, e3/0-3, e4/0-3,e5/0-3   
//configuracion de varias interfaces 
DLS1(config-if-range)#shutdown  // inhabilita una interfaz 
DLS1(config)#exit  // regresa al modo anterior 
DLS1(config)#interface range e6/0-3,e7/0-3,e8/0-3,e9/0-3,e10/0- 3,e11/0-3 
//configuracion de varias interfaces 
DLS1(config-if-range)#shutdown   // inhabilita una interfaz 
DLS1(config)#exit    // regresa al modo anterior 
DLS1(config)#interface range e12/0-3,e13/0-3,e14/0-3,e15/0-3  //configuracion de 
varias interfaces 
DLS1(config-if-range)#shutdown   // inhabilita una interfaz 




La configuracion se realiza de manera muy similar con comandos CLI para cisco en 
cada uno de los switches para lograr deshabilitar los switches se realiza la 
configuracion como se muestra en las figura 16, figura 17, figura 18 y figura 19 
donde el comando más participativo para  poder deshabilitar cada switch es el 
shutdown. 
 
Figura  16 switch DLS1 apagado 
 





















Figura  17 switch DLS2  apagado 
 
Fuente: Autor  
 
Figura  18 switch ALS1 apagado 
 






Figura  19 switch ALS2 apagado 
 
Fuente: Autor  
 
En la figura 20 podemos observar como después de la configuracion quedan 
deshabilitados todos los switches 
 
Figura  20 switches apagados 
 
Fuente: Autor  
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B.  . Asignar un nombre a cada switch acorde al escenario establecido. 
 
Switch>en                                            // ingreso a modo privilegiado      
Switch#conf t                                       // ingreso al modo de configuración 
Switch(config)#hostname DLS1          // asignacion nombre switch 
 
Switch>en                                             // ingreso a modo privilegiado      
Switch#conf t                                        // ingreso al modo de configuración 
Switch(config)#hostname DLS2          // asignacion nombre switch 
 
Switch>en                                             // ingreso a modo privilegiado      
Switch#conf t                                        // ingreso al modo de configuración 
Switch(config)#hostname ALS1           // asignacion nombre switch 
 
Switch>en                                          // ingreso a modo privilegiado      
Switch#conf t                                     // ingreso al modo de configuración 
Switch(config)#hostname ALS         // asignacion nombre switch 
 
C.     Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama.  
 
1.  La conexión entre DLS1 y DLS2 será un Etherchannels capa-3 utilizando 




DLS1(config)#interface vlan 600   // configuracion de interfaz de manera 
predeterminada 
DLS1(config-if)#ip address 10.20.20.1 255.255.255.0 0   // asigno direccion ip a vlan 
destinado 
DLS1(config-if)#interface range e11/0,e12/0 // configuracion de varias interfaces 
DLS1(config-if-range)#channel-protocol lacp  // configuracion para las Plataformas 
del switch de configuración 
DLS1(config-if-range)#channel-group 12 mode active // agrupación lógica de varios 
enlaces físicos Ethernet 
DLS1(config-if-range)#interface port-channel 12  // configuracion interfaz port-
channel 
DLS1(config-if)#description PO12 etherchannel (LACP)      //descripcion 
etherchannel designado 
DLS1(config-if-range)#no shutdown  // reinicia una interfaz desactivada 
 
En este punto especificamos el LACP como protocolo para el grupo de capa 3 y se 
asignaron las diferentes direcciones IP en la figura 21 podemos ver la configuracion 
para el switch DLS1 y la figura 22 para el switch DLS 2, estas configuraciones 
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permiten la agrupación lógica de varios enlaces físicos Ethernet, esta agrupación 
es tratada como un único enlace y permite sumar la velocidad nominal de cada 
puerto físico Ethernet usado y así obtener un enlace troncal de alta velocidad. 
 
Figura  21 ethercahnnel capa 3 
 
Fuente: Autor  
 
Switch DLS2 
DLS2(config)#interface vlan 600 / /configuracion de interfaz de manera 
predeterminada 
DLS2(config-if)#ip address 10.20.20.2 255.255.255.0 // asigno direccion ip a vlan 
destinado 
DLS2(config-if)#interface range e11/0,e12/0   // configuracion de varias interfaces 
DLS2(config-if-range)#channel-protocol lacp  // configuracion para las Plataformas 
del switch de configuración 
DLS2(config-if-range)#channel-group 12 mode active // agrupación lógica de varios 
enlaces físicos Ethernet 
DLS2(config-if-range)#interface port-channel 12 // configuracion interfaz port-
channel 
DLS2(config-if)#description PO12 etherchannel (LACP) // descripcion etherchannel 
designado 







Figura  22 etherchannel capa 3.1 
 
Fuente: Autor  
 
2. Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP.  
 
Switch DLS1 
DLS1(config)#interface range e7/0,e8/0  // configuracion de varias interfaces 
DLS1(config-if-range)#channel-protocol lacp  // configuracion para las Plataformas 
del switch de configuración 
DLS1(config-if-range)#channel-group 1 mode active  // agrupación lógica de varios 
enlaces físicos Ethernet 
DLS1(config-if-range)#interface port-channel 1 // configuracion interfaz port-channel 
DLS1(config-if)#description PO1 etherchannel (LACP)  // descripcion etherchannel 
designado 
DLS1(config-if)#no shutdown  // reinicia una interfaz desactivada 
DLS1(config-if)#end  // regresa al modo EXEC Privilegiado 
 
La configuracion de los port-channel en las interfaces asignadas en el punto se 
configuran en cada uno de los switches dentro de los comando CLI con comando 
de interfaz port-channel las configuraciones se pueden observar para cada switch 






Figura  23 LACP DLS1 
 
Fuente: Autor  
 
Switch DLS2 
DLS2(config)#interface range e7/0,e8/0    // configuracion de varias interfaces 
DLS2(config-if-range)#channel-protocol lacp  // configuracion para las Plataformas 
del switch de configuración 
DLS2(config-if-range)#channel-group 2 mode active  // agrupación lógica de varios 
enlaces físicos Ethernet 
DLS2(config-if-range)#interface port-channel 2  // configuracion interfaz port-
channel 
DLS2(config-if)#description PO2 etherchannel (LACP) // descripcion etherchannel 
designado 
DLS2(config-if)#no shutdown //reinicia una interfaz desactivada 













Figura  24 LACP DLS 2 
 
Fuente: Autor  
 
Switch ALS1 
ALS1(config)#interface range e7/0,e8/0  // configuracion de varias interfaces 
ALS1(config-if-range)#channel-protocol lacp  // configuracion para las Plataformas 
del switch de configuración 
ALS1(config-if-range)#channel-group 1 mode active  // agrupación lógica de varios 
enlaces físicos Ethernet 
ALS1(config-if-range)#interface port-channel 1   //configuracion interfaz port-channel 
ALS1(config-if)#description PO1 etherchannel (LACP) ) // descripcion etherchannel 
designado lacp 
ALS1(config-if)# no shutdown  // reinicia una interfaz desactivada 















Figura  25 LACP ALS1 
 
Fuente: Autor  
 
Switch ALS2 
ALS2(config)#interface range e7/0,e8/0  // configuracion de varias interfaces 
ALS2(config-if-range)#channel-protocol lacp  // configuracion para las Plataformas 
del switch de configuración 
ALS2(config-if-range)#channel-group 2 mode active  // agrupación lógica de varios 
enlaces físicos Ethernet 
ALS2(config-if-range)#interface port-channel 2   // configuracion interfaz port-
channel 
ALS2(config-if)#description PO2 etherchannel (LACP)  // descripcion etherchannel 
designado lacp 
ALS2(config-if)#no shutdown  // reinicia una interfaz desactivada 













Figura  26 LACP ALS2 
 
Fuente: Autor  
 
3. Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
  
Establecemos el protocoloc Pagp para el canal,  la configuracion de los port-channel 
en las interfaces asignadas en el punto se configuran en cada uno de los switches 
dentro de los comando CLI con comando de interfaz port-channel las 
configuraciones se pueden observar para cada switch en la figura 27. 
 
Switch DLS1 
DLS1(config-if)#interface range e9/0,e10/0  // configuracion de varias interfaces 
DLS1(config-if-range)#channel-protocol pagp  // configuracion para las Plataformas 
del switch de configuración  
DLS1(config-if-range)#channel-group 4 mode desirable   // la interfaz se convierte 
en una interfaz troncal 
DLS1(config-if-range)#interface port-channel 4  // configuracion interfaz port-
channel 
DLS1(config-if)#description PO4 etherchannel (PAgP)  // descripcion etherchannel 
designado pagp 







Figura  27 PAGP DLS 1 
 
Fuente: Autor   
 
Switch DLS2 
DLS2(config)#interface range e9/0,e10/0  // configuracion de varias interfaces 
DLS2(config-if-range)#channel-protocol pagp  // configuracion para las Plataformas 
del switch de configuración 
DLS2(config-if-range)#channel-group 3 mode desirable  // la interfaz se convierte en 
una interfaz troncal 
DLS2(config-if-range)#interface port-channel 3  // configuracion interfaz port-
channel 
DLS2(config-if)#description PO3 etherchannel (PAgP)  // descripcion etherchannel 
designado pagp 
DLS2(config-if)#exit  // regresa al modo anterior 
 
Switch ALS1 
ALS1(config-if)#interface range e9/0,e10/0  // configuracion de varias interfaces 
ALS1(config-if-range)#channel-protocol pagp  // configuracion para las Plataformas 
del switch de configuración 
ALS1(config-if-range)#channel-group 3 mode desirable  // la interfaz se convierte en 
una interfaz troncal 
ALS1(config-if-range)#interface port-channel 3  // configuracion interfaz port-channel 
ALS1(config-if)#description PO3 etherchannel (PAgP)  // descripcion etherchannel 
designado pagp 




ALS2(config-if)#interface range e9/0,e10/0 // configuracion de varias interfaces 
ALS2(config-if-range)#channel-protocol pagp  // configuracion para las Plataformas 
del switch de configuración 
ALS2(config-if-range)#channel-group 4 mode desirable  // la interfaz se convierte en 
una interfaz troncal 
ALS2(config-if-range)#interface port-channel 4  3  // configuracion interfaz port-
channel 
ALS2(config-if)#description PO4 etherchannel (PAgP)  // descripcion etherchannel 
designado pagp 
ALS2(config-if)# exit  // regresa al modo anterior 
 
4. Todos los puertos troncales serán asignados a la VLAN 600 como la VLAN 
nativa.  
 
Para asignar la Vlan como nativa, se usa el comando switchport troncalizado con 
trunk y se asigna con native vlan 600 y nombrarla antes de configurarla 
 
Switch DLS1 
DLS1(config-if)#interface range e8/0,e7/0  // configuracion de varias interfaces 
DLS1(config-if-range)#description PO1 etherchannel (LACP)  // descripcion 
etherchannel designado pagp 
DLS1(config-if-range)#switchport trunk native vlan 600 // realiza un enlace troncal 
de todas y cada una de las VLANs 
DLS1(config-if-range)#channel-group 1 mode active  // agrupación lógica de varios 
enlaces físicos Ethernet 
DLS1(config-if-range)#exit  // regresa al modo anterior 
 
Switch DLS2 
DLS2(config)#interface range e8/0,e7/0  // configuracion de varias interfaces 
DLS2(config-if-range)#description PO2 etherchannel (LACP)  // descripcion 
etherchannel designado pagp 
DLS2(config-if-range)#switchport trunk native vlan 600  // realiza un enlace troncal 
de todas y cada una de las VLANs 
DLS2(config-if-range)#channel-group 2 mode active  // agrupación lógica de varios 
enlaces físicos Ethernet 
DLS2(config-if-range)#exit  // regresa al modo anterior 
 
Switch ASL1 
ALS1(config)#interface range e8/0,e7/0  // configuracion de varias interfaces 
ALS1(config-if-range)#switchport trunk native vlan 600  // realiza un enlace troncal 
de todas y cada una de las VLANs 
ALS1(config-if-range)#channel-group 1 mode passive  // agrupación lógica de varios 
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enlaces físicos Ethernet modo pasivo 
 
ALS1(config-if-range)#exit  // regresa al modo anterior 
 
Switch ASL2 
ALS2(config)#interface range e8/0,e7/0  // configuracion de varias interfaces 
ALS2(config-if-range)#switchport trunk native vlan 600  // realiza un enlace troncal 
de todas y cada una de las VLANs 
ALS2(config-if-range)#channel-group 2 mode passive  // agrupación lógica de varios 
enlaces físicos Ethernet 
ALS2(config-if-range)#exit  // regresa al modo anterior 
 
D.  Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3  
 
Para la configuracion de los switches es necesario configurar la VTP domain como 
nombre de dominio y realizar un reset a la configuracion de la versión de vtp con el 
comando  VTP mode trnasparent y do show vtp status, en la figura 28, figura 29, 
figura 30, figura 31, figura 32 y figura 33 se observa la configuracion y el estado 
actual de la versión de la vtp que se corre en el switch. 
 
 SWITCH DLS 1 
DLS1#config t  // ingreso al modo de configuración 
DLS1(config)# VTP domain // vtp dominio  
DLS1(config)# VTP version 3 // versión a correr en el switch 
DLS1(config)#exit  // regresa al modo anterior 
 
Figura  28 DLS1 V3 
 





















Figura  29 DLS v3.1 
 
Fuente: Autor  
 
SWITCH ALS 1 
ALS1#config t  // ingreso al modo de configuración 
ALS1(config)# VTP domain // vtp dominio  
ALS1(config)# VTP version 3 // versión a correr en el switch 
ALS1(config)#exit  // regresa al modo anterior 
 
Figura  30 ALS1 V3.1 
 
















Figura  31 ALS1 V3 
 
Fuente: Autor  
ALS 2 
ALS2#config t  // ingreso al modo de configuración 
ALS2(config)# VTP domain // vtp dominio  
ALS2(config)# VTP version 3 // versión a correr en el switch 
ALS2(config)#exit  // regresa al modo anterior 
 
Figura  32 ALS2 V3.1 
 
















Figura  33  ALS2 V3 
 
Fuente: Autor  
 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
 
Usamos primero VTP versión 3 realizamos por medio de los comandos VTP domain 
y VTP password. 
 
Switch DLS1 
DLS1(config)#vtp version 3  // vtp a configurar 
DLS1(config)#vtp domain CISCO   // permite la traduccion de un nombre 
DLS1(config)#vtp password ccnp321 
 
Switch DLS2 
DLS2(config)#vtp version 3  // vtp a configurar 
DLS2(config)#vtp domain CISCO  // permite la traduccion de un nombre 
DLS2(config)#vtp password ccnp321  //asignacion clave a vtp 
 
Switch ALS1 
ALS1 (config)#vtp version 3  // vtp a configurar 
ALS1 (config)#vtp domain CISCO  // permite la traduccion de un nombre 
ALS1 (config)#vtp password ccnp321  //asignacion clave a vtp 
 
Switch ALS2 
ALS2(config)#vtp version 3  // vtp a configurar 
ALS2(config)#vtp domain CISCO  // permite la traduccion de un nombre 
44  
ALS2(config)#vtp password ccnp321  //asignacion clave a vtp 
 
2. Configurar DLS1 como servidor principal para las VLAN. 
 
Switch DLS1 
DLS1#config t  // ingreso a modo de configuración   
DLS1(config)#vtp mode server  //configuracion modo servidor 
DLS1(config)#end  //regresa al modo EXEC Privilegiado 
 
En la figura 31 podemos observar cómo se configura el switch DLS1 como el 
servidor principal para los demás switches. 
 
Figura  34 DLS1 servidor principal 
 
Fuente: Autor  
3. Configurar ALS1 y ALS2 como clientes VTP. 
Utilizamos el comando VTP mode client 
 
Switch ASL1 
ALS1# conf t  // ingreso a modo de configuración 
ALS1(config)# vtp mode client  // configuracion modo cliente 
ALS1(config)# vtp domain CISCO    // permite la traduccion de un nombre 
ALS1(config)# vtp password ccnp321  //asignacion clave a vtp 
ALS1(config)# end  //regresa al modo EXEC Privilegiado 
 
Switch ASL2 
ALS2# conf t  // ingreso a modo de configuración 
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ALS2(config)# vtp mode client  // configuracion modo cliente 
ALS2(config)# vtp domain CISCO    // permite la traduccion de un nombre 
ALS2(config)# vtp password ccnp321  //asignacion clave a vtp 
ALS1(config)# end  //regresa al modo EXEC Privilegiado 
 
e. Configurar en el servidor principal las siguientes VLAN: 
 
Numero de vlan Nombre de VLAN Numero de VLAN Nombre de VLAN 
600 NATIVA 420 PROVEEDORES 
15 ADMON 100 SEGUROS 
240 CLIENTES 1050 VENTAS 
1112 MULTIMEDIA 3550 PERSONAL 
Tabla 4 Configuración VLAN servidor pri 1 
Switch DLS1 
DLS1#conf t  // ingreso a modo de configuración 
DLS1(config)#vlan 600 // vlan a configurar 
DLS1(config-vlan)#name NATIVA  // asignacion nombre vlan 
DLS1(config-vlan)# exit  // regresa al modo anterior 
DLS1(config)#vlan 15  / /vlan a configurar 
DLS1(config-vlan)#name ADMON  // asignacion nombre vlan 
DLS1(config-vlan)# exit  // regresa al modo anterior 
DLS1(config)#vlan 240  // vlan a configurar 
DLS1(config-vlan)#name CLIENTES  // asignacion nombre vlan 
DLS1(config-vlan)# exit   // regresa al modo anterior  
DLS1(config)#vlan 100   // vlan a configurar 
DLS1(config-vlan)#name SEGUROS   // asignacion nombre vlan DLS1(config-
vlan)# exit   // regresa al modo anterior 
DLS1(config)#vlan 420   // vlan a configurar 
DLS1(config-vlan)#name PROVEEDDORES  // asignacion nombre vlan  
DLS1(config-vlan)# exit   // regresa al modo anterior 
DLS1(config)#vlan 1112   // vlan a configurar  
DLS1(config-vlan)#name MULTIMEDIA   // asignacion nombre vlan 
DLS1(config-vlan)#exit   // regresa al modo anterior 
DLS1(config)#vlan 1050  // vlan a configurar 
DLS1(config-vlan)#name VENTAS   // asignacion nombre vlan 
DLS1(config-vlan)# exit   // regresa al modo anterior 
DLS1(config)#vlan 3550  // vlan a configurar 
DLS1(config-vlan)#name PERSONAL   // asignacion nombre vlan 
DLS1(config-vlan)# exit  // regresa al modo anterior 
 
La configuracion se las Vlan se realizó según el número de la Vlan y su nombre 
asignado basándonos en la tabla 4,esta configuracion se realizó con los comandos 
principales conf t llamando al número de la Vlan a configurar en la figura 32 se 
muestra mediante show Vlan brief las Vlan configuradas. 
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Figura  35 Servidores principales 
 
Fuente: Autor  
 
f. En DLS1, suspender la VLAN 420. 
 
Para suspender la interface VLAN 420, se hace deshabilitando la interface por 
medio del comando shutdown. 
 
DLS1(config-vlan)#int vlan 420 //configuracion interface vlan 
DLS1(config-vlan)#shutdown  // inhabilita una interfaz 
DLS1(config-if)#do sh int vlan 420  // inhabilita una interfaz 
DLS1(config-vlan)#exit  // regresa al modo anterior 
 
La suspensión de la Vlan se puede observar en la figura 33 donde de muestra que 
















Figura  36 DLS2  suspension VLAN 420 
 
Fuente: Autor  
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
 
 
DLS2#config t  // ingreso a modo de configuración 
DLS2(config)#vtp version 2  //configuracion vtp v2 
DLS2(config)#vtp mode transparent //modo en el cual el switch está aislado de 
cualquier dominio VTP 
DLS2(config)#vlan 600  // vlan a configurar 
DLS2(config-vlan)#name NATIVA  // asignacion nombre vlan 
DLS2(config-vlan)#exit  // regresa al modo anterior 
DLS2(config)#vlan 15  // vlan a configurar 
DLS2(config-vlan)#name ADMON  // asignacion nombre vlan 
DLS2(config-vlan)#exit  // regresa al modo anterior 
DLS2(config)#vlan 240  // vlan a configurar 
DLS2(config-vlan)#name CLIENTES  // asignacion nombre vlan 
DLS2(config-vlan)#exit  // regresa al modo anterior 
DLS2(config)#vlan 100  // vlan a configurar 
DLS2(config-vlan)#name SEGUROS  // asignacion nombre vlan 
DLS2(config-vlan)#exit  // regresa al modo anterior 
DLS2(config)#vlan 420  // vlan a configurar 
DLS2(config-vlan)#name PROVEEDDORES  // asignacion nombre vlan 
DLS2(config-vlan)#exit  // regresa al modo anterior 
DLS2(config)#vlan 1112  // vlan a configurar 
DLS2(config-vlan)#name MULTIMEDIA  // asignacion nombre vlan 
DLS2(config-vlan)#exit  // regresa al modo anterior 
DLS2(config)#vlan 1050  // vlan a configurar 
DLS2(config-vlan)#name VENTAS  // asignacion nombre vlan 
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DLS2(config-vlan)#exit  // regresa al modo anterior 
DLS2(config)#vlan 3550  // vlan a configurar 
DLS2(config-vlan)#name PERSONAL  // asignacion nombre vlan 
DLS2(config-vlan)#exit  // regresa al modo anterior 
 
En DLS2  se configuraron las Vlan2 de igual manera que en el switch DLS1 en la 
figura 34 se observa la configuracion de la vtp en modo transparente gracias al 
comando vtp mode transparent. 
 
Figura  37 Vtp  transparente 
 
Fuente: Autor  
 
h. Suspender VLAN 420 en DLS2. 
 
DLS2(config-vlan)#int vlan 420  //configuracion interface vlan 
DLS2(config-vlan)# do sh int vlan 420  // inhabilita una interfaz 
DLS2(config-vlan)#exit  // regresa al modo anterior 
 
La suspensión de la Vlan se puede observar en la figura 35 donde de muestra que 










Figura  38 Vlan 420 en DLS suspendida 
 
Fuente: Autor  
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
 
Para crear la VLAN 567 se realiza ingresando a esa interface con el código interface 
VLAN 567 y anexando la descripción de PRODUCCION 
 
DLS2(config)#vlan 567  // vlan a configurar 
DLS2(config-vlan)#name PRODUCCION  / asignacion nombre vlan 
DLS2(config-vlan)#exit  // regresa al modo anterior 
 
En la figura 36 se aprecia la creación de una nueva red lógica independiente dentro 















Figura  39 VLAN producción 
 
Fuente: Autor  
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 15, 420, 600, 1050, 
1112 y 3550 y como raíz secundaria para las VLAN 100 y 240. 
 
DLS1(config)#spanning-tree mode pvst   //controlan la configuración de las 
instancias de árbol de expansión de las VLAN 
DLS1(config)#spanning-tree vlan 1,15,420,600,1050,1112,3550 root primary  // 
Asignacion valor de de prioridad de raiz 
DLS1(config)#spanning-tree vlan 100,240 root secondary  // asignacion valor de de 
prioridad de raíz 
 
Para controlar la configuracion de las instancias de árbol de expansión de las Vlan 
es necesario realizarla mediante el comando Spanning-tree mode pvst como nos 













Figura  40 IConfiguracion DLS1 spanning 
 
Fuente: Autor  
 
k. Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como una 
raíz secundaria para las VLAN 15, 420, 600, 1050, 1112 y 3550. 
 
Switch DLS2 
DLS2(config)#spanning-tree mode pvst  //controlan la configuración de las 
instancias de árbol de expansión de las VLAN 
DLS2(config)#spanning-tree vlan 100,240 root primary  // asignacion valor de de 
prioridad de raiz 
DLS2(config)#spanning-tree vlan 15,420,600,1050,1112,3550 root secondary  // 
asignacion valor de de prioridad de raiz 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las VLAN 
que se han creado se les permitirá circular a través de estos puertos. 
 
Se configuran las interfaces ethernet 7 y 8 en los switches, ingresando al modo 
configuración, se utiliza el switchport principalmente ingresando la característica de 
trunk o troncalizado con la VLAN nativa 600; adicional para permitir circular las 
VLAN, se usa la encapsulación dot1q como se muestra en la figura 38 para DLS1  
y figura 39 para DLS 2. 
 
Switch DLS1 
DLS1(config)#interface e7/0  //configuracion de la interfaz asignada 
52  
DLS1 (config-if)#switchport trunk native vlan 600  // identifica que VLAN será 
nativa o de administración 
DLS1 (config-if)#switchport trunk encapsulation dot1q  // identifica que VLAN será 
nativa o de administración 
DLS1 (config-if)#switchport mode trunk  // cambia al modo de enlace troncal 
permanente 
DLS1 (config-if)#interface e8/0  //configuracion de la interfaz asignada 
DLS1 (config-if)#switchport trunk native vlan 600  // identifica que VLAN será 
nativa o de administración 
DLS1 (config-if)#switchport trunk encapsulation dot1q  // identifica que VLAN será 
nativa o de administración 
DLS1 (config-if)#switchport mode trunk  // cambia al modo de enlace troncal 
permanente 
DLS1 (config-if)#exit  // regresa al modo anterior 
 





DLS2(config)#interface e7/0  //configuracion de la interfaz asignada 
DLS2(config-if)#switchport trunk native vlan 600 // identifica que VLAN será nativa 
o de administración 
DLS2(config-if)#switchport trunk encapsulation dot1q  // identifica que VLAN será 
nativa o de administración 
DLS2(config-if)#switchport mode // cambia al modo de enlace troncal permanente 
DLS2(config-if)#interface e8/0  //configuracion de la interfaz asignada 
53  
DLS2(config-if)#switchport trunk native vlan 600  // identifica que VLAN será nativa 
o de administración 
DLS2(config-if)#switchport trunk encapsulation dot1q  // identifica que VLAN será 
nativa o de administración 
DLS2(config-if)#switchport mode trunk  // cambia al modo de enlace troncal 
permanente 
DLS2(config-if)#exit  // regresa al modo anterior 
 
Figura  42 Configuracion puertos torncales DLS2 
 
Fuente: Autor  
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
 
interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa 0/6 3550 15,1050 100,1050 240 
Interfaz Fa 0/15 1112 1112 1112 1112 
Interfaces F0/16-18  567   
Tabla 5 interfaces como puertos de acces 1 
Switch DLS1 
DLS1#conf t   // ingreso a modo de configuración 
DLS1(config)# interface e6/0  //configuracion de la interfaz asignada 
DLS1(config-if)#switchport access vlan 3550  // la interfaz cambia al modo de acceso 
permanente. 
DLS1(config-if)#no sh  // reinicia una interfaz desactivada 
DLS1(config-if)# end  // regresa al modo anterior 
54  
DLS1(config)# interface e15/0  //configuracion de la interfaz asignada 
DLS1(config-if)#switchport access vlan 1112  // la interfaz cambia al modo de acceso 
permanente. 
DLS1(config-if)#no sh  // reinicia una interfaz desactivada 
DLS1(config-if)# end  //regresa al modo EXEC Privilegiado 
 
Switch DLS2 
DLS2#conf t   // ingreso a modo de configuración 
DLS2(config)# interface e6/0  //configuracion de la interfaz asignada 
DLS2(config-if)#switchport access vlan 15  // la interfaz cambia al modo de acceso 
permanente. 
DLS2(config-if)#switchport access vlan 1050  // la interfaz cambia al modo de acceso 
permanente. 
 
DLS2(config-if)#no sh  // reinicia una interfaz desactivada 
DLS2(config-if)# exit  // regresa al modo anterior 
DLS2(config)# interface e15/0  //configuracion de la interfaz asignada 
DLS2(config-if)#switchport access vlan 1112  // la interfaz cambia al modo de acceso 
permanente. 
DLS2(config-if)#no sh  // reinicia una interfaz desactivada 
DLS2(config-if)# exit  // regresa al modo anterior 
DLS2(config)# interface e16/0,e18/0  //configuracion de la interfaz asignada 
DLS2(config-if)#switchport access vlan 567  // la interfaz cambia al modo de acceso 
permanente. 
DLS2(config-if)#no sh  // reinicia una interfaz desactivada 
DLS2(config-if)# end  //regresa al modo EXEC Privilegiado 
 
Switch ALS1 
ALS1#conf t   // ingreso a modo de configuración 
ALS1(config)# interface e6/0  //configuracion de la interfaz asignada 
ALS1(config-if)#switchport access vlan 100  // la interfaz cambia al modo de acceso 
permanente. 
ALS1(config-if)#switchport access vlan 1050  // la interfaz cambia al modo de acceso 
permanente. 
ALS1(config-if)#no sh  // reinicia una interfaz desactivada 
ALS1(config-if)# exit  // regresa al modo anterior 
ALS1(config)# interface e15/0  //configuracion de la interfaz asignada 
ALS1(config-if)#switchport access vlan 1112  // la interfaz cambia al modo de acceso 
permanente. 
ALS1(config-if)#no sh  // reinicia una interfaz desactivada 
ALS1(config-if)# end  //regresa al modo EXEC Privilegiado 
 
Switch ALS2 
ALS2#conf t   // ingreso a modo de configuración 
ALS2(config)# interface e6/0  //configuracion de la interfaz asignada 
55  
ALS2(config-if)#switchport access vlan 240  // la interfaz cambia al modo de acceso 
permanente. 
ALS2(config-if)#no sh  // reinicia una interfaz desactivada 
ALS2(config-if)# exit  // regresa al modo anterior 
ALS2(config)# interface e15/0  //configuracion de la interfaz asignada 
ALS2(config-if)#switchport access vlan 1112  // la interfaz cambia al modo de acceso 
permanente. 
ALS2(config-if)#no sh  // reinicia una interfaz desactivada 
ALS2(config-if)# end  //regresa al modo EXEC Privilegiado 
 
Parte 2: conectividad de red de prueba y las opciones configuradas. 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
 
En la figura 40 y Figura 41 se pueden observar la existencia de las Vlan creadas 
mediante el comando show Vlan brief. 
 
Figura  43 VLAN  existentes DLS1 
 









Figura  44 Vlan existentes DLS2 
 
Fuente: Autor  
 
b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente 
 
En la figura 42 y figura 43 podemos observar los Ehterchannels configurados en 




















Figura  45 Etherchannel DLS1 
 




















Figura  46 Etherchannel dls2 
 
Fuente: Autor   
 
c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN 
En las figuras 45 y 46 podemos observar la configuracion Spanning-tree entre los 







Figura  47 Spannign DLS1 
 
Fuente: Autor   
 
Figura  48 Spanning DLS2 
 








Para el desarrollo de los escenarios 1 y 2 fue necesario la utilización del software 
packet tracert y gns3 el desarrollo de los ejecutables se encuentra en el siguiente 

















































El proceso de identificación del enrutador BGP corresponde con el mismo para 
EIGRP y OSPF. Cuando falta un comando de id de enrutador, los enrutadores 
utilizan las direcciones de bucle de retorno más altas para sus ID de enrutador. Por 
otro lado, BGP habilita un protocolo basado en políticas (que opera bajo variables) 
en lugar de algoritmos complejos presentes en otros protocolos. En este caso, BGP 
elige una ruta desde un dispositivo con la ID de BGP más baja, como resultado de 
encontrar otras características iguales. 
 
 
El protocolo VTP permite la gestión de redes a través de diferentes medios tales 
como, el servidor que permite crear y configurar parámetros específicos, el cliente 
encargado de la transmisión y recepción, se configuro durante el desarrollo del 
proyecto la configuracion VTP mediante comandos troncales (trunk) a las interfaces 
que conectan los switches entres si, esto se debe realizar mediante configuracion 
global (S1 (config) #) seguido de los comandos interface. 
 
El protocolo de enlace VLAN es el medio para garantizar la coherencia y la gestión 
adecuada de las VLAN que coexisten en la misma red; esto mediante la resolución 
de problemas relacionados con la duplicidad, los flujos en la configuración y los 
problemas de seguridad, en cisco se conoce como VLAN a una división de carácter 
lógico de dominio de Broadcast a nivel de la capa 2 del modelo OSI para realizar su 
habilitación se habilita en encaminamiento en el switch con el comando ip routing 
se verifican las VLAN existentes y se determinan las direcciones IP que se desea 
asignar a una interfaz. 
 
 
El protocolo  PORT-CHANNEL  es una técnica que nos permite balancear  el tráfico 
que se presente en un sistema  entre  varios puertos  logrando así dar un ancho de 
banda  mucho mayor , aumentar la redundancia y por supuesto, evitar problemas 
de bucles ,estos port- channel se  deben crear en la misma VLAN o en su defecto  
establecer un puerto troncal . 
 
 
Durante el desarrollo de los dos escenarios se implementaron diferentes comandos 
de configuracion y comunicación   a diferentes interfaces, se lograron identificar 
problemas  de comunicación y configuracion para llegar al tipo de enlace y 
comunicación deseada en cada switch, esto se logró gracias a un aprendizaje 
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