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内各大高校和研究机构的学者参加筹备会议，该中心于 2018 年 12 月在上海正式成立。厦门大学作
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她对关键信息基础设施( Critical Information Infrastructure，CII) 的重要性及概念进行了充分阐释。紧
接着，她从战时与平时两个角度分析与 CII 相关的国际犯罪。战时层面的犯罪包括破坏和平罪、战
争罪、违反人道罪等，平时层面的犯罪则涉及《网络犯罪公约》( Convention on Cybercrime) 有关条款
的规定和恐怖主义犯罪。然后，她以刑法四要件分析模式对该类犯罪进行了合理剖析，探寻其共性
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与特性。从美国、俄罗斯和中国等就该议题的国内立法比较来看，各国 CII 保护的国内立法存在相
似之处，例如在立法意旨上对 CII 予以优先保护，并建立预警机制，进行周期性系统保护，在刑法领
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则谈判角度切入，简要介绍了在 WTO 框架下开展数字贸易多边谈判的最新进展，以及多边谈判所
面临的主要困境。其一是数字贸易和电子商务自身特性和 WTO 传统贸易规则存在兼容性问题。
其二是成员国的立场分歧较大，以美欧为首的发达国家，主张将数字的跨境自由流动纳入多边贸易
规则; 以中国为首的发展中国家，主张建立基于货物流动为主的跨境电子商务规则; 而非洲、太平洋
岛国等，由于自身电信与互联网等基础设施较差，反对将数字贸易及跨境电子商务议题纳入多边贸
易框架下讨论。实际上，在网络犯罪领域也存在这样的问题。网络犯罪这一新型犯罪的出现与传
统打击跨国犯罪规则同样存在兼容性问题，也同样在国际规则谈判和制定过程中存在诸多立场分
歧。在数字贸易领域，可探索提出符合我国电子商务产业发展和促进数字贸易的经贸规则，确保在
国家经济安全的前提下，通过剔除数据强制本地化等贸易壁垒来促进数据跨境自由流动，改进数据
监管技术，对跨境数据实施分类监管。而对于网络犯罪领域，是否也可借鉴数字贸易领域的相关规
则和经验，开展类型化网络犯罪研究，值得我们深入思考。
研讨会闭幕式由杨帆助理教授主持，鲁传颖秘书长和蔡从燕教授分别作总结致辞。鲁传颖秘
书长表示，网络空间作为除海陆空天之外的第五维空间，亟须制定相应的国际规则以维持该空间的
秩序稳定，遏制和消除不稳定因素。国际上，以美国和欧盟为首的发达国家正在积极抢占该领域国
际规则制定话语权，我国在该领域的研究虽然起步较晚，但考虑到网络空间安全对国家安全的重要
战略意义，更应该迎头而上。厦门大学法学院网络空间国际法研究中心国际法方面的实力雄厚，今
后将进一步与国家信息化专家咨询委员会网络空间国际治理研究中心加强合作，共同推进我国网
络空间国际治理的进步。蔡从燕教授接着指出，厦门大学法学院网络空间国际法研究中心将依托
国家信息化专家咨询委员会网络空间国际治理研究中心的指导支持，积极配合开展学术研究和学
术联络，充分发挥厦门大学法学院在国际法领域的传统优势，为我国在网络空间领域国际规则话语
权的争夺提供强有力的国际法研究支持。
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