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Irfa Mulyani. Kebijakan Provider Terhadap  Perlindungan Data Pribadi 
Pengguna Telepon Seluler: Program Studi Ilmu Hukum Fakultas Hukum 
Universitas Pancasakti Tegal, 2020. 
Perkembangan teknologi informasi telah menyebabkan dunia menjadi tanpa 
batas dan menyebabkan perubahan sosial yang sangat cepat. Telekomunikasi juga 
mengalami perubahan seiring berjalannya waktu.  Sehingga dapat dikatakan 
teknologi informasi saat ini menjadi pedang bermata dua, karena selain 
memberikan kontribusi bagi peningkatan kesejahteraan, kemajuan, dan peradaban 
manusia, dapat menimbulkan permasalahan hukum terkait dengan penggunaan 
informasi dan transaksi elektronik. 
Penelitian ini bertujuan untuk menjelaskan regulasi mengenai ketentuan 
perlindungan data pribadi, dan menjelaskan kebijakan provider terhadap 
perlindungan data pribadi pengguna kartu provider. Penelitian ini menggunakan 
metode pendekatan normatif empiris atau normatif penerapan. 
Hasil penelitian ini menunjukkan pentingnya perlindungan data pribadi yang 
dilakukan oleh provider agar tidak terjadi kebocoran data dan disalahgunakan oleh 
oknum yang tidak bertanggung jawab serta provider harus bisa mengatasi 
penyelesaian masalah apabila terjadi kebocoran data karena provider merupakan 
pusat pemegang penyimpanan data pribadi. 
Berdasarkan hasil penelitian ini, diharapkan akan menjadi bahan informasi 
dan masukan bagi mahasiswa, akademisi, praktisi dan semua pihak yang 
membutuhkan di lingkungan Fakultas Hukum Universitas Pancasakti Tegal 
 











Irfa Mulyani. Provider Policy Againt The Protection Of Personal Data Users 
Of Mobile Phone: Study Program Study of Law, Faculty of Law Universitas 
Pancasakti Tegal, 2020. 
The development of Information Technology has led to a world without 
boundaries and has given rise to rapid social changes. Telecommunication is also 
undergoing changes online with the advancement of time. Today, it can be said 
that information technology has become a double edged sword, because apart 
from giving contribution to the improvement of health, development  and human 
civilization, it can also cause legal issues related with the use of information and 
electronic transactions. 
The purpose of this research is to explain the regulation on the provisions of 
privacy data protection, and also to explain the policies of providers on privacy 
data protection for card users. This research is using empirical normative 
approach or normative application. 
The result of this research shows the importance of privacy data protection 
provided by the providers in order to prevent data leak and data misuse by 
irresponsible parties and providers must be able to overcome these issues in the 
case of data leak because the providers act as the center of privacy data storage 
of their users. 
The result of this research is expected to be a source of information and input 
for university students, academicians, practitioner, and all parties that require it in 
the environment of Faculty of Law in Universitas Pancasakti Tegal 
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A. Latar Belakang Masalah 
Pada dasarnya setiap undang-undang yang dibuat oleh pembuat 
undang-undang merupakan jawaban hukum terhadap persoalan masyarakat 
pada waktu dibentuknya undang-undang tersebut. Perkembangan hukum 
seharusnya seiring dengan perkembangan masyarakat, sehingga ketika 
masyarakatnya berubah atau berkembang maka hukum harus berubah untuk 
menata semua perkembangan yang terjadi dengan tertib di tengah 
pertumbuhan masyarakat modern
1
, karena globalisasi telah menjadi 
pendorong lahirnya era teknologi informasi.
2
 
Teknologi informasi dengan sendirinya juga merubah perilaku 
masyarakat. Perkembangan teknologi informasi telah menyebabkan dunia 
menjadi tanpa batas dan menyebabkan perubahan sosial yang sangat cepat. 
Sehingga dapat dikatakan teknologi informasi saat ini menjadi pedang 
bermata dua, Karena selain memberikan kontribusi bagi peningkatan 
kesejahteraan, kemajuan, dan peradaban manusia, sekaligus menjadi sarana 
efektif perbuatan melawan hukum.
3
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 Ibid. hlm 1.  
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Perbuatan melawan hukum dalam Undang-Undang Nomor 11 Tahun 
2008 Tentang Informasi dan Transaksi Elektronik, kejahatan dalam 
teknologi informasi disebut dengan Cyber Crime. Cyber Crime adalah jenis 
kejahatan yang berkaitan dengan pemanfaatan sebuah teknologi informasi 
dan komunikasi tanpa batas, serta memiliki sebuah karakteristik yang kuat 
dengan sebuah rekayasa teknologi yang mengandalkan tingkat keamanan 




Dalam Pasal 35 Undang-Undang Nomor 11 Tahun 2008 tentang ITE 
telah dijelaskan bahwa “Setiap Orang dengan sengaja dan tanpa hak atau 
melawan hukum melakukan manipulasi, penciptaan, perubahan, 
penghilangan, pengrusakan Informasi Elektronik dan / atau Dokumen 
Elektronik dengan tujuan agar Informasi Elektronik dan/ atau Dokumen 
Elektronik tersebut dianggap seolah-olah data yang otentik”.  
Di Indonesia banyak kasus yang berkaitan dengan kejahatan dunia 
maya (cybercrime). Menurut Wakil Ketua Bidang Monitoring dan 
Keamanan Jaringan ID-SIRTII/CC, Muhammad Salahudin mengatakan 
“saat ini kasus pelanggaran cyber crime tahun 2014 hingga awal april telah 
mencapai sekitar 1.000 kasus. Jumlah ini terus meningkat tiap tahunnya 
mencapai 100 persen. Di 2010 hanya 100 kasus setahun, 2011 naik 200 
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Agus Tri, “Cyber Crime dalam Perspektif Hukum Pidana”, Skripsi, Surakarta: 




kasus, 2012 menjadi 400 kasus.
5
 Dalam praktik di Indonesia, tindak pidana 
dengan menggunakan komputer sejak dahulu merupakan jenis kejahatan 
yang sulit untuk diklasifikasikan sebagai tindak pidana.
6
 Permasalahan 
hukum yang sering kali dihadapi adalah ketika terkait dengan penyampaian 
informasi, komunikasi dan/atau transaksi secara elektronik, khususnya 
dalam hal pembuktian dan hal yang tekait dengan perbuatan hukum yang 
dilaksanakan melalui sistem elektronik. 
Salah satu contoh kasus cyber crime yang terjadi di Surakarta, yang 
mana dalam pembuktiannya mengalami kendala dalam kasus pembobol 
sebuah password email, yang mana seseorang tersebut menderita kerugian 
hingga miliaran rupiah, karena email tersebut menjadi alat transaksi di 
perusahaan tersebut. Dalam hal ini seorang hakim menghadirkan seorang 
saksi ahli, yang dipercaya untuk mengidentifikasi malware yang di tanam 
dalam laptop korban akan tetapi saksi ahli dari pelapor/korban tidak dapat 
membuktikannya sehingga terdakwa diputus bebas oleh hakim. 
7
 
Dengan demikian dalam prakteknya, pembuktian dalam hokum pidana 
merupakan sesuatu yang sangat vital perannya, mengingat dalam KUHAP 
(Kitab Undang-Undang Acara Pidana) peran suatu bukti sangat berpengaruh 
kepada pertimbangan hakim. Setiap kendala yang muncul membuat penegak 
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hukum menjadi bingung untuk menyimpulkan suatu perkara dalam bidang 
Teknologi Informasi, yang mana bentuk barang bukti berbentuk digital.   
Berdasarkan latar belakang diatas, menarik minat penulis untuk 
mengetahui lebih dalam mengenai kendala yuridis yang dihadapi aparat 
penegak hukum dalam menangani tindak kejahatan dunia maya dan 
bagaimana tindakan provider dalam menangani hal tersebut. Adapun judul 
penelitian ini adalah: “Kebijakan Provider terhadap Perlindungan Data 
Pribadi Pengguna Telepon Seluler” 
 
B. Rumusan Masalah 
Perumusan masalah penelitian ini adalah sebagai berikut: 
1. Bagaimana perlindungan hukum terhadap data privasi pengguna telepon 
seluler? 
2. Bagaimana kebijakan provider terhadap perlindungan data pribadi 
pengguna kartu provider? 
 
C. Tujuan Penelitian 
Tujuan yang hendak dicapai dalam penelitian ini adalah sebagai berikut: 
1. Untuk mendeskripsikan perlindungan hukum terhadap data privasi 
pengguna telepon seluler 
2. Untuk mendeskripsikan kebijakan provider terhadap perlindungan data 





D. Manfaat Penelitian 
1. Manfaat Teoritis 
Secara teoritis, penelitian ini diharapkan dapat bermanfaat untuk 
dijadikan sebagai sumber informasi dalam menjawab permasalahan 
Perlindungan Data Privasi dalam Undang-Undang ITE 
2. Manfaat Praktis 
a. Upaya pengembangan ilmu dalam memperoleh hasil Penelitian. 
b. Hasil penelitian dapat memberikan masukan dan saran untuk 
menyelesaikan permasalahan Perlindungan Data Privasi melalui Undang-
Undang ITE 
 
E. Tinjauan Pustaka 
Syarpani, 2014, Tinjauan Yuridis terhadap Perlindungan Data 
Pribadi di Media Elektronik dimana didalamnya membahas Makna Hukum 
Yang Terkandung Dalam Pasal 26 Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi dan Transaksi Elekronik Terkait Perlindungan Data 
Pribadi. Pada bagian penjelasan Pasal 26 Undang-Undang Nomor 11 Tahun 
2008 tentang Informasi dan Transaksi Elektronik tersebut dijelaskan lebih 
lanjut apa yang dimaksud dengan perlindungan data pribadi dalam kaitannya 
pemanfaatan teknologi informasi. Dijelaskan bahwa data pribadi adalah salah 
satu bagian dari hak pribadi (privacy rights) yang mengandung pengertian 
merupakan hak untuk menikmati kehidupan pribadi dan bebas dari segala 




tindakan memata-matai dan hak untuk mengawasi akses informasi tentang 
kehidupan pribadi dan data seseorang.
8
 
 Syarpani, 2014, Tinjauan Yuridis terhadap Perlindungan Data 
Pribadi di Media Elektronik dimana didalamnya membahas konsep hukum 
perlindungan data pribadi di indonesia, dari perbandingan dengan Undang-
Undang Republik Indonesia Nomor 23 Tahun 2006 Administrasi 
Kependudukan yang mengatur tentang perlindungan data pribadi penduduk 
yang terdaftar dalam E-KTP, maka implementasi nasional yang seharusnya 
ada ada agar tercipta perlindungan data pribadi harus di buat konsep hukum 
perlindungan data pribadi di Indonesia yaitu berbentuk Undang-Undang 
Perlindungan Data Pribadi. Pembuatan Undang-Undang ini dikarenakan 
Indonesia merupakan Negara berkembang sehingga di perlukannya suatu 
Undang-Undang yang dapat memproteksi masyarakat Indonesia dan juga 
memberikan suatu pandangan baik untuk Negara Indonesia di dunia 
Internasional khususnya di bidang ekonomi dan perdagangan, untuk 
memberikan rasa aman dan kepercayaan dari Negara-negara lain dalam 
melakukan kerjasama Internasional dengan Indonesia.
9
 
Sinta Dewi Rosadi, 2018,  Perlindungan Privasi dan Data Pribadi 
dalam Era Ekonomi Digital di Indonesia, didalamnya membahas 
Perlindungan Privasi dan Data Pribadi di Indonesia. Suatu data adalah data 
pribadi apabila data tersebut berhubungan dengan seseorang, sehingga dapat 
digunakan untuk mengidentifikasi orang tersebut, yaitu pemilik data. Sebagai 
                                                 
8
 Syarpani, et al., “Tinjauan Yuridis terhadap Perlindungan Data Pribadi di Media 
Elektronik”, Jurnal Beraja Niti, Volume 3, Nomor 6, Agustus, 2014, hlm 5-8  




contoh, nomor telepon di dalam secarik kertas kosong adalah data. Berbeda 
halnya apabila di dalam secarik kertas tersebut tertulis sebuah nomor telepon 
dan nama pemilik nomor telepon tersebut, data tersebut adalah data pribadi. 
Nomor telepon di dalam secarik kertas kosong bukan data pribadi karena data 
tersebut tidak dapat digunakan untuk mengidentifikasi pemiliknya, sedangkan 
data nomor telepon dan nama pemiliknya dapat digunakan untuk 




Berdasarkan dari beberapa referensi yang telah diuraikan, maka penulis 
berusaha membuat penelitian tentang perlindungan privasi data pribadi 
dimana hak perlindungan data pribadi berkembang dari hak untuk 
menghormati kehidupan pribadi atau disebut the right to private life. Konsep 
kehidupan pribadi berhubungan dengan manusia sebagai makhluk hidup. 
Dengan demikian orang perorangan adalah pemilik utama dari hak 
perlindungan data pribadi. Dalam hal perlindungan terhadap data pribadi, 
terdapat beberapa kategori subyek hukum yang harus diatur. Subyek hukum 
yang pertama adalah “pengelola data pribadi” yaitu orang, badan hukum 
publik atau swasta dan organisasi kemasyarakatan lainnya yang secara sendiri 
ataupun bersama-sama mengelola data pribadi. Pengelola Data Pribadi 
melakukan kegiatan “pengelolaan data pribadi” yang berupa kegiatan atau 
rangkaian kegiatan yang dilakukan terhadap data pribadi, baik dengan 
menggunakan alat olah data secara otomatis maupun secara manual, secara 
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terstruktur serta menggunakan sistem penyimpanan data, termasuk namun 
tidak terbatas pada kegiatan pemrosesan pengumpulan, penggunaan, 
pengungkapan, penyebarluasan dan pengamanan data pribadi. Subyek hukum 
lainnya adalah “Pemroses Data Pribadi” yaitu orang badan hukum publik atau 
swasta dan organisasi kemasyarakatan lainnya yang melakukan pemrosesan 
data pribadi atas nama pengelola data. Pemproses Data Pribadi melakukan 
kegiatan pemrosesan data pribadi yang berupa pengumpulan, perekaman, 
pencatatan dan atau penyimpanan data pribadi, atau pelaksanaan penyusunan, 
penyesuaian, perubahan data pribadi, pemulihan kembali data pribadi yang 
telah dimusnahkan, pengungkapan data pribadi, penggabungan, pembetulan, 
penghapusan atau penghancuran data pribadi. 
 
F. Metode Penelitian 
1. Jenis Penelitian 
Dalam penulisan penelitian ini Penulis menggunakan jenis penelitian 
lapangan (field research). Penelitian lapangan adalah penelitian yang 
menggunakan data primer yang bersifat hukum. Penulis menggunakan jenis 
penelitian lapangan karena dalam penelitiannya penulis menggunakan 
sumber data yang meliputi observasi, penyebaran angket,wawancara dan 
partisipasi. 
2. Pendekatan Penelitian 
Penulis melakukan penelitian menggunakan pendekatan normative 




pelaksanaan atau implementasi ketentuan hukum positif (perundang-
undangan) dan kontrak secara faktual pada setiap peristiwa hukum tertentu 




3. Sumber Data 
a. Bahan Hukum Primer 
Bahan hukum primer yaitu data yang diperoleh secara langsung 
melalui penelitian dilapangan yaitu dengan wawancara kepada informan 
yang dapat dijamin keaslian informasi yang diberikan, informan tersebut 
adalah salah satu pegawai perusahaan telekomunikasi yang menjadi 
target dalam penelitian ini. 
b. Bahan Hukum Sekunder 
Bahan hukum sekunder adalah bahan yang diperoleh melalui 
penelitian kepustakaan dengan membaca buku-buku, karya-karya ilmiah, 
Jurnal-jurnal ilmiah, literatur-literatur, internet, media cetak, dan 
dokumen-dokumen yang berkaitan langsung dengan masalah yang akan 
dibahas. Adapun bahan hukum sekunder yang akan digunakan adalah : 
1) Jurnal Ilmiah 
2) Artikel-artikel yang memuat tentang perlindungan data privasi 
c. Bahan Hukum Tersier 
Bahan hukum tersier adalah bahan yang memberikan informasi, 
penjelasan, terhadap bahan hukum primer dan sekunder yaitu kamus, 
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4. Metode Pengumpulan Data 
Dalam pengumpulan data serta bahan-bahan yang ada relevansinya 
dengan pembahasan ini, penulis menggunakan penelitian lapangan (Library 
Research). Dalam melakukan penelitian lapangan, penulis terjun langsung 
ke lapangan dengan menggunakan teknik interview atau wawancara. 
Interview atau wawancara merupakan tanya jawab secara lisan dimana dua 
orang atau lebih berhadapan secara langsung. 
5. Metode Analisis Data 
Data yang diperoleh atau data yang berhasil dikumpulkan selama 
proses penelitian secara kualitatif kemudian disajikan secara deskriptif yaitu 
menjelaskan, menguraikan dan menggambarkan perlindungan hukum data 
privasi. 
 
G. Sistematika Penulisan 
Sistematika penulisan proposal tersebut terdiri dari 4 (empat) bagian 
bab sebagai tahapan didalam penulisan, yaitu : 
BAB I PENDAHULUAN 
 Pada bab ini menyajikan latar belakang masalah, rumusan masalah, tujuan 
penelitian, manfaat penelitian, metode penelitian dan sistematika penulisan. 
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BAB II TINJAUAN KONSEPTUAL 
Penguraian tentang tinjauan umum yang berhubungan dengan 
permasalahan yang diangkat dengan memperhatikan variabel penelitian yang 
termuat dalam judul seperti regulasi mengenai ketentuan perlindungan data 
pribadi di indonesia, tinjauan umum tentang data, tinjauan tentang data pribadi, 
tinjauan tentang perlindungan data pribadi dan tinjauan tentang telepon seluler.  
BAB III HASIL PENELITIAN DAN PEMBAHASAN 
Menguraikan hasil-hasil penelitian  mengenai cara aktivasi kartu 
provider dan melakukan pencegahan agar data pengguna tetap aman dan 
Kebijakan yang dilakukan Provider dalam melindungi data pribadi pengguna 
kartu provider. 
BAB IV PENUTUP 
Kesimpulan yang diperoleh dan kristalisasi dari semua yang telah 
dibahas sebelumnya dalam menjawab rumusan masalah berdasarkan penelitian 














A. Tinjauan Tentang Data Privasi 
1. Pengertian Kebijakan Registrasi Kartu Prabayar 
Pemerintah melalui Kementrian Komunikasi dan Informatika, 
mengumumkan perihal kewajiban registrasi ulang bagi pelanggan 
telekomunikasi seluler (kartu prabayar), dengan mewajibkan pelanggan 
untuk mengirimkan Nomor Indentitas Kependudukan (NIK) sesuai e-
KTP, dan nomor Kartu Keluarga, yang merujuk pada Permenkominfo No 
14 Tahun 2017, dalam hal ini tidak disebutkan dengan jelas maksud dan 
tujuan dari dilakukannya registrasi ulang, semata-mata  dikatakan oleh 
pihak kementrian, bahwa hal ini diperlukan dikarenakan banyak kartu 
SIM Card yang disalahgunakan. Minimnya jaminan perlindungan data 
pribadi maupun privasi secara umum di Indonesia telah menjadi potensi 
ancaman tersendiri bagi penikmat hak atas privasi warga negara. 
 Berdasarkan siaran pers Kementrian Komunikasi dan Informatika 
(Kemenkominfo), registrasi perlu dilakukan dalam rangka memberi 
perlindungan terhadap pengguna, terkait penyalahgunaan nomor ponsel 
oleh pihak-pihak tidak bertanggungjawab. Dasar hukum registrasi kartu 
prabayar ini tertuang dalam Peraturan Menteri Komunikasi dan 
Informatika Nomor 14 Tahun 2017 tentang Perubahan atas Peraturan 




ancaman terhadap hak atas privasi warga negara dari proses 
registrasi SIM Card, secara teknis dapat tergambar dari proses registrasi 
itu sendiri. Meskipun pengumpulan data NIK dan nomor Kartu Keluarga 
dilakukan secara tersentral oleh pemerintah dengan mengirimkan SMS 
ke nomor tertentu, namun proses validasi data tetap dilakukan oleh 
operator. Artinya pihak pertama yang akan melakukan pengumpulan dan 
pemrosesan seluruh data (pribadi) pelanggan, adalah pihak penyedia 
layanan. Selain itu secara teknis bekerjanya “SMS”, seluruh pesan yang 
dikirimkan oleh pelanggan, juga terlebih dahulu akan masuk ke Short 
Message Service Center (SMSC) yang dikelola operator. 
 Registrasi kartu SIM prabayar, baik yang dilakukan oleh pelanggan 
baru maupun pelanggan lama bisa dilakukan dengan mendatangi gerai 
masing-masing operator. Syaratnya, pelanggan harus menyiapkan NIK 
(bisa dari e-KTP atau Kartu Keluarga) dan nomor KK. Semua nomor 
harus asli dan valid, KTP atau KK palsu tidak bisa dipakai mendaftar 
karena data akan dicek keasliannya ke server Disdukcapil. Pendaftaran 
juga bisa dilakukan sendiri oleh pelanggan. Ada dua cara yakni lewat 
SMS atau lewat layanan online operator. 
 Sejak 31 Oktober 2017 hingga 28 Februari 2018, pemerintah 
melalui Peraturan Menkominfo No 14 Tahun 2017 tentang perubahan 
kedua atas Peraturan Menkominfo No 12 Tahun 2016 tentang Registrasi 
Pelanggan jasa Telekomunikasi, dalam melakukan registrasi ulang kartu 




teregistrasi ulang oleh pemilik dengan dukungan data KK dan KTP. 
Jumlah data yang sangat besar itu tentu sangat sensitif apalagi adanya 
laporan dugaan kebocoran data. Pemerintah melalui Badan Regulasi 
Telekomunikasi Indonesia (BRTI) langsung merespon informasi soal 50 
nomor yang terdaftar dalam proses registrasi nomor prabayar seluler 
yang menggunakan data yang sama.  
Kominfo membenarkan adanya kejadian tersebut. Akan tetapi hal 
ini adalah penyalahgunaan NIK, bukan kebocoran data. BRTI pun 
melakukan penelusuran dan beredar kabar tentang penyalahgunaan 
Nomor Induk Kependudukan (NIK) dan nomor Kartu Keluarga (KK). 
Dirjen Dukcapil Zudan Arif Fakhrulloh menegaskan, tak ada kebocoran 
data dari pihaknya. Dari data yang teridentifikasi adalah adanya oknum 
yang tidak bertanggungjawab yang menyebarluaskan NIK dan nomor 
KK ke media sosial sehingga terjadi penyalahgunaan penggunaan NIK 
dan nomor KK untuk registrasi oleh pihak yang tidak bertanggungjawab. 
 Kementrian Komunikasi dan Informatika (Kominfo) 
mengkonfirmasi adanya kabar penyalahgunaan Nomor Induk 
Kependudukan (NIK) dan nomor Kartu Keluarga (KK) masyarakat yang 
melakukan registrasi kartu prabayar dan Kominfo membenarkan adanya 
kejadian  tersebut. Akan tetapi hal ini adalah tindakan penyalahgunaan 
NIK, bukan kebocoran data. 
 Kominfo melalui Ketua BRTI mengingatkan kembali bahwa setiap 




dengan menggunakan NIK dan KK milik orang lain secara tanpa hak. 
Operator juga harus tegas dan cepat meng-unreg nomor-nomor yang 
dilaporkan atau nomor-nomor yang diregistrasi dengan jumlah secara 
tidak wajar untuk satu NIK dan Nomor KK. 
 Kominfo meminta operator untuk mengawasi peredaran dan 
distribusi kartu selulernya dan menjamin gerai-gerai yang berada di 
bawah tanggungjawabnya untuk melakukan registrasi dan aktivasi kartu 




2. Pengertian Perlindungan Hukum terhadap Data Pribadi 
Suatu data adalah data pribadi apabila data tersebut berhubungan 
dengan seorang sehingga dapat digunakan untuk mengidentifikasi orang 
tersebut, yaitu pemilik data. Sebagai contoh nomor telepon di dalam 
secarik kertas tersebut tertulis sebuah nomor telepon dan nama pemilik 
nomor telepon tersebut, data tersebut adalah data pribadi.  
Nomor telepon di dalam secarik kertas kosong bukan data pribadi 
karena data tersebut tidak dapat digunakan untuk mengidentifikasi 
pemiliknya, sedangkan data nomor telepon dan nama pemiliknya dapat 
digunakan untuk mengidentifikasi pemilik data tersebut, oleh karena itu 
dapat disebut sebagai data pribadi. 
Seorang yang diidentifikasi adalah seorang yang dapat 
dikenali/diidentifikasi secara langsung maupun tidak langsung 
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berdasarkan nomor tanda pengenal atau berdasarkan satu atau lebih faktor 
spesifik dari identifikasi fisik, psikologi, mental, budaya atau sosial. 
Entitas yang dilindungi dalam mekanisme perlindungan data pribadi 
adalah “orang perorangan” (natural person) bukan “badan hukum”(legal 
person).  
Hak perlindungan data pribadi berkembang dari hak untuk 
menghormati kehidupan pribadi atau disebut the right to private life. 
Konsep kehidupan pribadi berhubungan dengan manusia sebagai makhluk 
hidup. Dengan demikian orang perorangan adalah pemilik utama dari hak 
perlindungan data pribadi. 
Dalam hal perlindungan terhadap data pribadi, terdapat beberapa 
kategori subyek hukum yang harus diatur. Subyek hukum yang pertama 
adalah “Pengelola Data Pribadi yaitu orang, badan hukum,publik atau 
swasta dan organisasi kemasyarakatan lainnya yang secara sendiri 
ataupun bersama-sama mengelola data pribadi. Pengelola Data Pribadi 
melakukan kegiatan “pengelolaan  data pribadi” yang berupa kegiatan 
atau rangkaian kegiatan yang dilakukan terhadap data pribadi, baik 
dengan menggunakan alat olah data secara otomatis maupun secara 
manual, secara terstruktur serta menggunakan sistem penyimpanan data, 
namun tidak terbatas pada kegiatan pemrosesan pengumpulan 
penggunaan, pengungkapan, penyebarluasan dan pengaman data pribadi. 
Subyek hukum lainnya adalah “Pemroses Data Pribadi” yaitu orang 




lainnya yang melakukan pemrosesan data pribadi atas nama pengelola 
data.  
Pemroses Data Pribadi melakukan kegiatan pemrosesan data pribadi 
yang berupa pengumpulan, perekaman, pencatatan dan atau penyimpan 
data pribadi, atau pelaksanaan penyusunan, penyesuaian, perubahan data 
pribadi, pemulihan kembali data pribadi yang telah dimusnahkan, 
pengungkapan data pribadi, penggabungan, pembetulan, penghapusan 
atau penghacuran data pribadi. 
Data pribadi terdiri dari fakta-fakta, pendapat atau komunikasi yang 
berkaitan dengan individu yang merupakan informasi sangat pribadi atau 
sensitif sehingga individu yang bersangkutan ingin menyimpan atau 
membatas orang lain untuk mengkoleksi, menggunakan, atau 
menyebarkannya kepada pihak orang lain.
14
. 
Alasan privasi harus dilindungi yaitu: 
a. Dalam membina hubungan dengan orang lain, sesorang harus menutup 
sebagian kehidupan pribadinya sehingga dia dapat mempertahankan 
posisinya pada tingkat tertentu. 
b. Seseorang di dalam kehidupannya memerlukan waktu untuk dapat 
menyendiri (solitude) sehingga privasi sangat   diperlukan   oleh 
seseorang.   
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c. Privasi adalah hak yang berdiri sendiri dan tidak bergantung kepada hal 
lain tetapi hak ini hilang apabila orang tersebut mempublikasikan hal-
hal yang bersifat pribadi kepada umum. 
d. Alasan lain mengapa privasi patut mendapat perlindungan hukum 
karena kerugian yang diderita sulit untuk dinilai dimana kerugiannya 
dirasakan jauh lebih besar dibandingkan dengan kerugian fisik, karena 
telah mengganggu kehidupan pribadinya sehingga bila ada kerugian 
yang diderita maka pihak korban wajib mendapat kompensasi.  
Privasi merupakan suatu konsep yang sangat sulit didefinisikan 
karena setiap orang memberi batasan yang berbeda tergantung dari sisi 
mana orang menilainya. Pengaturan perlindungan data pribadi harus 
dipertimbangkan sebagai salah satu bidang yang paling penting yang 
dibutuhkan oleh Indonesia.   
Hal tersebut merupakan isu yang penting dalam komunitas modern 
karena perlindungan data pribadi akan mempengaruhi cara berkomunikasi 
dan Pertumbuhan teknologi memberikan berbagai kesempatan untuk 
mengumpulkan, menganalisa, dan menyebarkan informasi dengan 
berbagai cara, oleh sebab itu, masalah perlindungan hukum privasi atas 
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3. Subjek dan Objek Perlindungan Data Privasi 
Subjek dan Objek dalam Perlindungan Hukum data Privasi yaitu: 
a. Subjek Hukum Perlindungan data Privasi Menurut UU Nomor 19 
tahun 2016 tentang Informasi dan Transaksi Elektronik dimana yang 
dimaksud subyek hukum dalam perlindungan data privasi yaitu 
Pemilik data itu sendiri. Orang yang memperoleh data pribadi, orang 
tersebut adalah orang yang akan memproses data itu atau juga disebut 
orang yang akan mempunyai penguasaan atas data itu dan bertanggung 
jawab dalam mengendalikannya. 
b. Objek Hukum Perlindungan data Privasi Menurut UU Nomor 19 tahun 
2016 tentang Informasi dan Transaksi Elektronik dimana yang 
dimaksud obyek adalah benda. Benda itu ada yang bertubuh, dan ada 
yang tidak bertubuh. Benda yang bertubuh namanya barang. Benda 
yang tak bertubuh namanya hak. Jadi apa bukti dalam menguasai 
barang, maka yang dikuasai tadi menunjukkan bahwa itu miliknya. 
Sedangkan untuk menjelaskan adanya hak, belum tentu menguasainya 
secara fisik. Sebagai salah satu contoh Anda menguasai tanah, belum 








4. Hak dan Kewajiban Perlindungan Data Privasi bagi Pemilik Data 
dan Provider 
a. Hak bagi Pemilik data: 
1) Pemilik data pribadi berhak meminta informasi tentang kejelasan 
identitas, dasar kepentingan umum, tujuan permintaan dan 
penggunaan data pribadi, akuntabilitas pihak yang meminta data 
pribadi. 
2) Pemilik data pribadi berhak melengkapi data 
pribadinya. 
3) Pemilik data pribadi berhak mengakses untuk 
memperoleh salinan. 
4) Pemilik data berhak memperbaharui, memperbaiki 
kesalahan atau ketidakakuratan. 
5) Pemilik data pribadi juga berhak mengakhiri 
pemrosesan, menghapus, memusnahkan data miliknya. 
6) Pemilik data pribadi berhak menarik kembali 
persetujuan pemrosesan. 
7) Pemilik boleh mengajukan keberatan atas tindakan 
profiling. 
8) Pemilik data boleh memilih pemrosesan secara 
pseudonym. 





10) Pemilik data pribadi berhak menuntut dan menerima 
ganti rugi atas pelanggaran. 
11) Pemilik data pribadi berhak mendapatkan data 
pribadi miliknya. 
12) Pemilik data pribadi berhak menggunakan dan 
mengirimkan data pribadi miliknya.
16
 
b. Kewajiban bagi Pemilik Data: 
Menyerahkan Data pribadi kepada penyelenggara data pribadi 
dimana pemilik data memastikan data yang akan diberikan kepada 
penyelenggara aman dan tidak akan menagalami kebocoran data. 
c. Hak bagi Provider dalam Perlindungan Data Pribadi: 
1) Provider dibebaskan dari kewajibannya berdasarkan Ketentuan dan 
Syarat apabila terjadi Force Majeure. 
2) Provider tidak bertanggung jawab atas isi berita dan/atau informasi 
dan/atau data yang dimiliki Pelanggan dan/atau kehilangan data 
yang dikirim/diterima oleh Pelanggan kepada/dari pihak lain 
melalui jaringan telekomunikasi milik Provider. Oleh karenanya, 
dengan ini Pelanggan membebaskan Provider dari segala 
gugatan/tuntutan dari pihak manapun juga. 
d. Kewajiban Provider dalam Perlindungan Data Pribadi: 
1) Memberikan ganti rugi kepada konsumen yang dirugikan haknya 
akibat penyelenggaraan Telekomunikasi, kecuali apabila 
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penyelenggara Telekomunikasi dapat membuktikan bahwa 
kerugian tersebut bukan akibat kesalahan dan/atau kelalaiannya, 
2) Memberikan kontribusi dalam pelayanan universal dalam bentuk 
penyediaan sarana dan prasarana Telekomunikasi dan/atau 
kompensasi lain, 
3) Memberikan perlakuan yang sama dan pelayanan yang sebaik-
baiknya bagi semua pengguna, 
4) Peningkatan efisiensi dalam penyelenggaraan Telekomunikasi, 
5) Pemenuhan standar pelayanan serta penyediaan sarana dan 
prasarana. 
Pihak operator harus bertanggung jawab terhadap kenyamanan 
data para pelanggan kartu prabayar. Mekanismenya data disimpan di 
operator, data akan dijamin dan dilindungi karena pemerintah sudah 
mengeluarkan Peraturan Menteri soal Perlindungan Data Pribadi pada 
september 2016. Data tersebut juga dapat diakses oleh penegak hukum 
apabila ada pelanggaran pengguna kartu provider untuk proses-proses 
hukum. Terkait keamanan data, diharapkan agar masyarakat tidak perlu 
khawatir karena sudah ada Undang-Undang hingga Peraturan Menteri 
Komunikasi dan Informatika sebagai landasan hukum untuk menjaga 
kerahasiaan data. Apabila terdapat pelanggaran oleh operator maka akan 








5. Pengertian Tentang Data Pribadi 
Data adalah sekumpulan fakta, keterangan atau informasi mentah 
yang tidak terorganisir, berupa angka, simbol, kata-kata, atau sifat yang 
diperoleh melalui proses pengamatan atau pencarian ke sumber-sumber 
tertentu.  Data menjadi berguna setelah diproses, ditafsirkan, diorganisir, 
disusun atau disajikan sehingga dapat dimengerti oleh orang yang 
menerimanya. 
Sekelompok data dapat diolah dan diproses lebih lanjut menjadi 
bentuk yang lebih kompleks, seperti informasi atau database, sehingga 
data dan informasi merupakan dua hal yang saling berkaitan. 
Secara bahasa, kata “data” berasal dari kata Latin tunggal “datum” 
yang artinya hal atau sesuatu yang diberikan. Dengan kata lain, data 
diberikan atau dihasilkan sebagai hasil pengamatan atau pengukuran dan 
harus diproses atau diolah terlebih dahulu untuk menghasilkan suatu 
informasi yang dapat memberikan arti dan bermanfaat.  Berikut di bawah 
ini ada beberapa definisi data sebagai istilah: 
a. Data adalah fakta yang sudah ditulis dalam bentuk catatan atau 
direkam ke dalam berbagai bentuk media. 
b. Data adalah fakta berupa angka, karakter, symbol, gambar, tanda-




sebenarnya yang selanjutnya digunakan sebagai masukan suatu Sistem 
Informasi. 
c. Dalam dunia komputer data adalah segala sesuatu yang dapat 
disimpan dalam memori menurut format tertentu 
d. Data adalah deskripsi dari sesuatu dan kejadian yang kita hadapi (data 
is the description of things and events that we face). 
e. Data adalah bahan yang akan diolah/diproses berupa angka-angka, 
huruf-huruf, symbol-simbol, kata-kata yang akan menunjukkan situasi 
dan lain lain yang berdiri sendiri 
f. Dalam dunia komputer data adalah segala sesuatu yang dapat 
disimpan dalam memori menurut format tertentu 
g. Dalam bahasa sehari-hari data adalah fakta tersurat (dalam bentuk 
catatan atau tulisan) tentang suatu obyek. 
h. Data adalah kenyataan yang menggambarkan suatu kejadian-kejadian 
dan kesatuan nyata. 
i. Data merupakan komponen dasar dari informasi yang akan diproses 
lebih lanjut untuk menghasilkan informasi. 
Pada dasarnya hampir di semua aspek kehidupan manusia 
membutuhkan yang namanya data, meskipun  istilah data lebih sering 
kita dengar dalam bidang komputer ataupun penelitian.  Dalam bidang 
komputer hampir selalu bersentuhan dengan suatu data yang selanjutnya 




data merupakan landasan utama untuk pengolahan data dalam 
penelitiannya. Adapun fungsi data secara umum adalah sebagai berikut : 
a. Data berfungsi dalam membuat keputusan terbaik untuk 
memecahkan masalah 
b. Data dapat dijadikan sebagai dasar untuk suatu perencanaan atau 
penelitian 
c. Data digunakan sebagai alat pengendali terhadap pelaksanaan atau 
implementasi suatu aktivitas 
d. Data digunakan sebagai acuan dalam setiap implementasi suatu 
kegiatan 
e. Data juga dapat berfungsi sebagai bahan evaluasi suatu kegiatan 
Dalam perkembangan teknologi informasi saat ini, berbagai macam 
kegiatan baik dalam konteks pemerintahan, transaksi bisnis, komersil 
ataupun komunikasi berlangsung melalui media elektronik (online). Data 
atau informasi yang disampaikan melalui media elektronik itu 
sesungguhnya merupakan hal yang berharga. Selain itu, kegiatan yang 
berlangsung online tersebut juga memiliki risiko karena dapat 
menimbulkan masalah apabila data atau informasi tersebut bocor 
sehingga bisa disalahgunakan oleh pihak yang tidak bertanggung jawab. 








Privasi seseorang merupakan sesuatu yang harus dijaga 
kerahasiaanya Ketika tidak ada privasi, maka kebebasan seseorang untuk 
bebas berekspresi serta rentan terhadap penyalahgunaan data pribadinya 
oleh orang lain . Kekhawatiran lainnya yaitu terhadap informasi terkait 
hal-hal pribadi akan diketahui secara luas, khawatir bahwa setiap 
kegiatan yang dilakukan akan diketahui dan diawasi pihak tertentu.  
Namun perlindungan privasi tidak berarti tanpa batasan. Dalam hal 
tertentu terdapat informasi yang secara luas disepakati sebagai informasi 
pribadi yang tidak dilindungi bahkan atas nama hukum berhak 
disimpangi, misalnya informasi mengenai jumlah rekening yang dimiliki, 
nama ibu, maupun tanda lahir yang melekat pada tubuh.  
Pada umunya masyarakat menganggap informasi tersebut 
merupakan hal yang sifatnya pribadi. Namun ketika terjadi kondisi 
khusus yang mengharuskan terjadi pengungkapan data-data tersebut 
maka pemilik informasi tidak dapat menolak untuk memberitahukan atau 
mengemukakan informasi tersebut dengan dalih menyangkut privasi. 
Selama privasi tersebut terkait dengan kepentingan publik dan digunakan 
dengan terbatas dilindungi undang-undang, maka perlindungan privasi 
dapat terabaikan. Dalam perkembangan teknologi, media sosial muncul 
sebagai saran berkomunikasi gaya baru. Hal ini tentu berpotensi terjadi 
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penyalahgunaan data pada saat kegiatan interaksi antara pengguna media 
sosial.  
Hal ini dapat terjadi apabila pengguna merasa informasi maupun 
data yang tertera maupun dicantumkan dalam jejaring sosial tersebut, 
digunakan oleh pihak lain, untuk tujuan yang dianggap mengganggu, 
membahayakan bahkan mengancam orang lain.  
Berdasarkan hal itu maka, pemilik situs jejaring sosial membuat 
kebijakan privasi (privacy policy) yang memuat ketentuan mengenai 
sejauh apa data atau informasi dari pengguna jejaring sosial dapat diakses 
atau diketahui oleh pihak selain pengguna akun itu sendiri.  
Apabila kebijakan privasi tersebut di langgar oleh salah satu pihak, 
khususnya pihak penyedia jasa layanan media sosial akan menimbulkan 
suatu kondisi yang disebut penyalahgunaan data pribadi, karena pihak 
penyedia jasa layanan sosial media menyalahi kesepakatan dengan 
pengguna mengenai kewenangan penyedia jasa layanan media sosial dan 
mengolah data pengguna. 
Privasi dan data pribadi menjadi sebuah hal yang penting karena 
pengguna dalam jaringan tidak akan melakukan sebuah transaksi digital 
apabila merasa keamanan akan privasi dan data pribadinya terancam. 
Salah satu perlindungan privasi dan data pribadi tersebut berkenaan 
bagaimana data pribadi tersebut akan diproses termasuk data sensitif dari 




jawab akan berpotensi menimbulkan kerugian finansial, bahkan 




6. Regulasi mengenai Ketentuan Perlindungan Data Pribadi di 
Indonesia 
Ketentuan hukum terkait perlindungan privasi dan data pribadi di 
Indonesia sampai saat ini masih bersifat parsial dan sektoral. Indonesia 
memiliki aturan perlindungan data pribadi yang tersebar di berbagai 
peraturan perundang-undangan, seperti UU Nomor 10 Tahun 1998 
tentang perbankan mengatur data pribadi mengenai nasabah penyimpan 
dan simpanannya.  
Pengaturan perlindungan privasi dan data pribadi juga terdapat 
dalam Undang-Undang Nomor 36 Tahun 1999 tentang Telekomunikasi, 
Undang-Undang Nomor 39 Tahun 1999 tentang Hak Asasi Manusia, 
Undang-Undang Nomor 23 Tahun 2006 tentang Administrasi 
Kependudukan (telah diubah dengan Undang-Undang No. 24 Tahun 
2013) dan Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan 
Transaksi Elektronik (telah diubah dengan Undang-Undang Nomor 19 
Tahun 2016) serta Peraturan Pemerintah No. 82 Tahun 2012 Tentang 
Penyelenggaraan Sistem dan Transaksi Elektronik. 
Indonesia juga telah memiliki Rancangan Undang-Undang (RUU) 
perlindungan data pribadi yang tengah digodok di DPR. 
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RancanganUndang-Undang tersebut dibuat dengan dasar bahwa 
pengaturan yang sudah ada tentang privasi dan data pribadi dipandang 
belum memberikan perlindungan yang maksimal dengan perkembangan 
teknologi, informatika, komunikasi dan adanya kebutuhan masyarakat, 
serta perkembangan pengaturan privasi dan data pribadi secara global 
dan praktik negara lain. 
Substansi Rancangan Undang-Undang Perlindungan Data Pribadi 
diarahkan untuk dapat menjangkau berbagai aktivitas masyarakat yang 
berkaitan dengan Perlindungan Data Privasi disamping itu substansi 
pengaturan harus memperhatikan “ common elements ”   (unsur-unsur 
yang mengandung persamaan) dari berbagai regulasi Perlindungan Data 
Privasi yang berkembang baik dalam lingkup Internasional, regional 
maupun praktik-praktik negara lain. 
Jangkauan dan arah pengaturan dari Rancangan Undang-Undang 
ini adalah untuk memberikan batasan hak dan kewajiban terhadap setiap 
tindakan perolehan dan pemanfaatan (pengelolaan) semua jenis data 
pribadi baik yang dilakukan di Indonesia maupun data pribadi warga 
Indonesia di luar negeri, baik yang dilakukan oleh perorangan maupun 
badan hukum (badan publik, swasta, dan organisasi kemasyarakatan).
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Menurut Peraturan Pemerintah Nomor 52 Tahun 2000 tentang 
Penyelenggaraan Telekomunikasi yang merupakan peraturan pelaksana 
dari Undang-Undang Telekomunikasi, internet dimasukkan dalam jenis 
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jasa multimedia, yang diidentifikasikan sebagai penyelenggara jasa 
komunikasi yang menawarkan layanan berbasis teknologi informasi.  
Hal tersebut menunjukkan bahwa pengaturan internet termasuk 
kedalam peraturan tentang telekomunikasi. Undang-Undang 
Telekomunikasi mengatur beberapa hal yang berkenaan dengan 
kerahasiaan informasi antara lain dalam Pasal 22 dinyatakan, bahwa 
setiap orang dilarang melakukan perbuatan tanpa hak, tidak sah, atau 
manipulasi: (a) akses ke jasa telekomunikasi; dan/atau (b) akses ke jasa 
telekomunikasi; dan atau (c) akses ke jaringan telekomunikasi khusus.   
Pengaturan mengenai perlindungan terhadap data pribadi pengguna 
internet lebih lanjut terdapat dalam Undang-Undang Informasi dan 
Transaksi Elektronik. Undang-Undang ini memang belum memuat aturan 
perlindungan data pribadi secara khusus. Meskipun demikian, secara 
Implisit Undang-Undang ini memunculkan pemahaman baru mengenai 
perlindungan terhadap keberadaan suatu data atau informasi elektronik 
baik yang bersifat umum atau pribadi.  
Perlindungan data pribadi dalam sebuah sistem elektronik di 
Undang-Undang ITE Nomor 19 Tahun 2016 meliputi perlindungan dari 
penggunaan tanpa izin, perlindungan oleh penyelenggara sistem 
elektronik, dan perlindungan dari akses dan intervensi illegal.  
Terkait dengan perlindungan data pribadi dari penggunaan tanpa 
izin, Pasal 26 Undang-Undang ITE mensyaratkan bahwa penggunaan 




persetujuan pemilik data bersangkutan. Setiap orang yang melanggar 
ketentuan ini dapat digugat atas kerugian yang di timbulkan.  
Bunyi Pasal 26 Undang-Undang Nomor 19 Tahun 2016 Tentang 
ITE adalah sebagai berikut:  
1. Penggunaan setiap informasi melalui media elektronik yang 
menyangkut data pribadi seseorang harus dilakukan atas persetujuan 
orang yang bersangkutan.  
2. Setiap orang yang dilanggar haknya sebagaimana yang dimaksud 
pada ayat (1) dapat mengajukan gugatan atas kerugian yang 
ditimbulkan berdasarkan Undang-Undang ini.  
 
Penjelasan Pasal 26 Undang-Undang Nomor 19 Tahun 2016 
Tentang ITE menyatakan bahwa data pribadi merupakan salah satu 
bagian dari hak pribadi seseorang. Sedangkan definisi Pasal 1 Peraturan 
Pemerintah No 82 Tahun 2012 tentang Penyelenggaraan Sistem dan 
Transaksi Elektronik yaitu data perorangan tertentu yang disimpan, 
dirawat, dan dijaga kebenaran serta dilindungi kerahasiaannya.  
Penjelasan Pasal 26 ayat (1) Undang-Undang Nomor 19 Tahun 
2016 Tentang ITE juga menerangkan lebih jauh tentang pengertian hak 
pribadi. Dalam pemanfaatan teknologi informasi, perlindungan data 
pribadi merupakan salah satu bagian dari hak pribadi. Hak pribadi 
mengandung pengertian sebagai berikut:  
a. Hak pribadi merupakan hak untuk menikmati kehidupan pribadi dan 
bebas dari segala macam gangguan   
b. Hak pribadi merupakan hak untuk dapat berkomunikasi dengan orang 




c. Hak pribadi merupakan hak untuk mengawasi akses informasi tentang 
kehidupan pribadi dan data seseorang. 
Bila ditarik penafsiran secara umum, maka perlindungan data 
sebenarnya telah diatur kedalam Pasal-Pasal selanjutnya dalam Undang-
Undang ITE, yaitu Pasal 30-33 dan Pasal 35 yang masuk kedalam BAB 
VII mengenai Perbuatan yang Dilarang. Secara tegas, Undang-Undang 
ITE melarang adanya akses secara melawan hukum kepada data pribadi 
milik orang lain melalui sistem elektronik untuk memperoleh informasi 
dengan cara menerobos sistem pengaman.  
Selain itu juga Undang-Undang Nomor 11 Tahun 2008 Tentang 
Informasi dan Transaksi Elektronik menyatakan bahwa penyadapan 
(interception) adalah termasuk perbuatan yang dilarang kecuali dilakukan 
oleh pihak yang memiliki kewenangan untuk itu dalam rangka upaya 
hukum. Setiap orang yang merasa dirugikan akibat dilakukannya 
perbuatan yang dilarang tersebut dapat mengajukan gugatan ganti 
kerugian, dan pelaku pun mempunyai tanggung gugat atas apa yang 
dilakukannya.  
Setiap penyelenggara sistem elektronik wajib menghapus informasi 
elektronik dan/atau dokumen elektronik yang tidak relevan yang berada 
di bawah kendalinya atas permintaan orang yang bersangkutan 
berdasarkan penetapan pengadilan. Setiap penyelenggara sistem 




elektronik dan/atau dokumen elektronik yang sudah tidak relevan sesuai 






B. Tinjauan Tentang Telepon Seluler 
1. Pengertian Telepon Seluler 
Perkembangan teknologi informasi sekarang ini semakin pesat, 
berbagai kemajuan teknologi dapat kita peroleh dengan mudahnya. 
Seiring dengan perkembangan zaman dan pesatnya perkembangan 
teknologi itu komunikasi antar manusia dapat dilakukan dengan berbagai 
alat atau sarana.  
Salah satu alat komunikasi yang banyak digunakan saat ini adalah 
Telepon seluler dengan teknologi Android atau yang oleh masyarakat 
cukup disebut dengan handphone. Penggunaan telepon Seluler 
(Handphone) semakin marak dikalangan masyarakat mulai dari kalangan 
birokrat, pengusaha, ibu-ibu, mahasiswa, pelajar, sopir taksi, tukang ojek, 
sampai penjual sayur. Ini pertanda bahwa pemakaian telepon seluler tidak 
lagi dimaksudkan sebagai symbol prestise, melainkan lebih banyak 
digunakan untuk kepentingan bisnis, organisasi, dan urusan keluarga.
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Telepon seluler (ponsel) adalah perangkat telekomunikasi elektronik 
yang mempunyai kemampuan dasar yang sama dengan telepon 
konvensional saluran tetap, namun dapat dibawa kemana-mana (portabel, 
mobile) dan tidak perlu disambungkan dengan jaringan telepon 
menggunakan kabel.  
Telepon seluler tersebut, merupakan pengembangan teknologi 
telepon yang dari masa ke masa mengalami perkembangan, yang di mana 
perangkat handphone tersebut dapat digunakan sebagai perangkat mobile 
atau berpindah-pindah sebagai sarana komunikasi, penyampaian 
informasi dari suatu pihak kepihak lainnya menjadi semakin efektif dan 
efesien.  
Jadi, dari pengertian di atas, alat komunikasi handphone dapat 
diartikan suatu barang atau benda yang dipakai sebagai sarana komunikasi 
baik itu berupa lisan maupun tulisan, untuk penyampaian informasi atau 
pesan dari suatu pihak kepihak lainnya secara efektif dan efesien karena 
perangkatnya yang bisa dibawa kemana-mana dan dapat dipakai dimana 
saja. 
Telepon seluler saat ini sudah menjadi suatu kebutuhan pokok bagi 
masyarakat Indonesia dari kalangan bawah, menengah maupun atas sudah 
menggunakan handphone apalagi harga yang ditawarkan cukup 
terjangkau. Telepon seluler atau biasa disebut handphone merupakan alat 
komunikasi multifungsi yang berukuran kecil dan praktis sehingga dapat 




Telepon seluler tersebut, merupakan perkembangan teknologi 
telepon yang dari masa ke masa mengalami perubahan, dimana perangkat 
tersebut dapat digunakan sebagai sarana komunikasi baik itu berupa lisan, 
maupun tulisan, untuk penyampaian informasi atau pesan dari suatu pihak 
kepihak lainnya secara efektif dan efesien karena perangkatnya yang bisa 
dibawa kemana-mana dan dapat dipakai dimana saja  
Dalam perkembangan dunia informasi yang semakin pesat sangat 
tidak memungkinkan bagi masyarakat bisa terlepas dari teknologi di 
kehidupannya. Telepon seluler  atau handphone merupakan alat 
komunikasi dua arah yang memungkinkan dua orang atau lebih untuk 
bercakap-cakap tanpa terbatas jarak dan waktu
22
. Telepon seluler dengan 
teknologi Android atau yang oleh masyarakat cukup disebut dengan 
handphone Android adalah sebuah handphone yang menggunakan sistem 
operasi Android.  
Bila dibandingkan dengan daftar kelemahan dari handphone 
android, keunggulan dan kelebihan handphone Android masih lebih 
banyak sehingga masyarakat cenderung memilih handphone dengan 
sistem operasi Android. Jumlah permintaan akan handphone Android 




2. Manfaat Telepon Seluler 
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Pemanfaatan teknologi informasi, selain memberikan dampak 
positif tentu dapat memberikan dampak negatif. Dampak positif dan 
negatif dari pemanfaatan teknologi informasi seperti dua sisi koin yang 
harus dibedakan namun tidak dapat dipisahkan. Apabila dilihat dari sisi 
positif, tentu dapat dimanfaatkan untuk melakukan pembangunan dan 
mencapai tujuan nasional yang dicita-citakan oleh bangsa Indonesia. 
Namun, apabila dikaji dari sisi negatif, Telepon Seluler dapat 
memberikan dampak negatif yang merugikan privasi seseorang. Perlu 
adanya perlindungan hukum privasi data yang mampu melindungi setiap 
individu pengguna telepon seluler. Adapun perlindungan hukum terhadap 
data privasi pengguna telepon seluler berdasarkan Pasal 5 ayat 1 Undang-
Undang Nomor 19 Tahun 2016 tentang Informasi Telekomunikasi dan 
Elektronik :  
Bahwa Keberadaan Informasi Elektronik dan/atau Dokumen 
Elektronik mengikat dan diakui sebagai alat bukti yang sah untuk 
memberikan kepastian hukum terhadap Penyelenggaraan Sistem 
Elektronik dan Tramnsaksi Elektronik, terutama dalam pembuktian 
dan hal yang berkaitan dengan Pembuatan dan hal yang berkaitan 
dengan perbuatan hukum yang dilakukan melalui Sistem 
Elektronik.  
 Secara umum, materi Undang-Undang Informasi dan Transaksi 
Elektronik (UU ITE) dibagi menjadi dua bagian besar, yaitu pengaturan 
mengenai informasi dan transaksi elektronik dan pengaturan mengenai 
perbuatan yang dilarang. Pengaturan mengenai informasi dan transaksi 




UNCITRAL Model Law on e-Commerce
 
dan UNCITRAL Model Law on 
e-Signature. Bagian ini dimaksudkan untuk mengakomodir kebutuhan 
para pelaku bisnis di internet dan masyarakat umumnya guna 
mendapatkan kepastian hukum dalam melakukan transaksi elektronik. 
Beberapa materi yang diatur, antara lain: 
a. Dokumen Elektronik sebagai alat bukti hukum yang sah  adalah setiap 
Informasi Elektronik yang dibuat, diteruskan, dikirimkan, diterima, 
atau disimpan dalam bentuk analog, digital elektromagnetik, optika 
atau sejenisnya yang dapat dilihat, ditampilkan, dan/atau didengar 
melalui Komputer atau Sistem Elektronik, tetapi tidak terbatas pada 
tulisan, suara, gambar, peta, rancangan, foto atau sejenisnya, huruf, 
tanda, angka, Kode Akses simbol yang memiliki makna atau arti yang 
dapat dipahami oleh orang yang mampu memahaminya. 
b. Tanda Tangan Elektronik adalah Tanda Tangan yang terdiri atas 
Informasi Elektronik yang dilekatkan, terasosiasi atau terkait dengan 
Informasi Elektronik lainnya yang doigunakan sebagai alat verifikasi 
dan autentikasi. 
c. Penyelenggaraan Sertifikasi Elektronik adalah Badan hukum yang 
berfungsi sebagai pihak yang layak dipercaya, yang memberikan dan 
mengaudit Sertifikasi Elektronik. 
d. Penyelenggaraan Sistem Elektronik adalah Setiap Orang, 




menyediakan, mengelola, dan/ atau mengoperasikan Sistem 
Elektronik, baik secara sendiri-sendiri maupun bersama-sama kepada 
pengguna Sistem Elektronik untuk keperluan dirinya dan/ atau 
keperluan pihak lain. 
Dari riset ditahun 2009, terdapat lima fungsi handphone yang ada di 
masyarakat. Handphone yang dulunya hanya berfungsi sebagai alat 
komunikasi, kini pun telah berubah. Berikut persentase 5 fungsi 
handphone bagi masyarakat Indonesia: 
a. Sebagai alat Komunikasi agar tetap terhubung dengan teman ataupun 
keluarga = 65%  
b. Sebagai simbol kelas masyakarat = 44%  
c. Sebagai penunjang bisnis = 49%  
d. Sebagai pengubah batas sosial masyarakat = 36%  
e. Sebagai alat penghilang stress = 36%.24  
Memang jelas manfaat handphone terbesar yaitu sebagai alat 
Komunikasi agar tetap terhubung dengan teman ataupun keluarga, sesuai 
dengan fungsi awalnya, dan selain fungsi di atas handphone tersebut bisa 
bermanfaat untuk menambah pengetahuan tentang kemajuan teknologi 
dan untuk memperluas jaringan, dan handphone tersebut juga bisa sebagai 
penghilang stress karena berbagai feature handphone yang beragam 
seperti kamera, permainan, Mp3, video, radio, televisi bahakan jaringan 
internet seperti yahoo, facebook, twitter, dan lain-lain.  
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Pada hakikatnya, kemajuan teknologi dan pengaruhnya dalam 
kehidupan adalah hal yang tidak dapat kita hindari, dikarenakan saat ini 
dapat kita lihat betapa kemajuan teknologi yang telah mempengaruhi gaya 
hidup dan perilaku masyarakat, memang pengaruh kemajuan teknologi 
zaman dahulu dan di zaman sekarang berbeda, pada zaman dahulu 
teknologi belum secanggih di zaman sekarang. 
Berikut ini dijelaskan mengenai manfaat dan dampak dari 
penggunaan alat komunikasi telepon seluler: 
a. Untuk mempermudah berkomunikasi 
Telepon seluler  adalah alat komunikasi, baik jarak dekat maupun 
jarak jauh dan merupakan alat komunikasi lisan atau tulisan yang 
dapat menyimpan pesan dan sangat praktis untuk dipergunakan 
sebagai alat komunikasi karena bisa dibawa kemana saja. Sebab 
itulah telepon seluler sangat berguna untuk alat komunikasi jarak jauh 
yang semakin efektif dan efisien. selain perangkatnya yang bisa 
dibawa ke mana-mana dan dapat dipakai di mana saja. 
b. Untuk menambah pengetahuan  
Disamping sebagai alat komunikasi handphone tersebut dapat 
berfungsi untuk menambah pengetahuan karena dengan handphone 
seseorang bisa mengetahui apa yang ada di sekitarnya dan menambah 
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Teknologi telah merubah interaksi dan komunikasi orang, dengan 
teknologi maka komunikasi tidak selalu bersifat primer dan langsung. 
Teknologi menjadi media perantara bagi komunikan untuk saling 
berhubungan tanpa perlu bertatap muka dalam ruang yang sama.  
Teknologi memungkinkan orang untuk berkomunikasi secara bebas. 
Akan tercipta kebebasan “tanpa batas” ruang dan waktu yang 
memungkinkan individu berkomunikasi satu hari penuh. Dengan kata 
lain, ponsel mengisi waktu-waktu senggang/kosong. Interaksi orang bisa 
dilakukan dimana saja, ketika orang istirahat dimalam hari pun ponsel 
bisa menjadi media untuk tetap berkomunikasi. 
Walaupun fungsi ponsel mampu meningkatkan komunikasi antar 
individu, tetapi di sisi lain akan muncul dampak negatif, mulai dari etika 
berkomunikasi lewat ponsel hingga komunikasi yang tidak kenal waktu 
yang justru mengganggu hak privat individu. Ponsel juga bisa 
menghilangkan kohesi sosial karena terkadang ketika berada dalam situasi 
formal pun kemudian orang akan lebih mementingkan komunikasi via 
ponsel. 
Komunikasi via ponsel kemudian memerlukan moralitas dan etika 
sebagai penyaring berjalannya proses komunikasi sehingga tidak 
menyingkirkan komunikasi dalam ruang publik yang memengarah ke 




media untuk meningkatkan kualitas dan mendekatkan hubungan 
interpersonal.
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HASIL PENELITIAN DAN PEMBAHASAN 
 
A. Hasil Penelitian 
Dewasa ini, semua provider memberikan ketetapan yang sama dalam 
penggunaan kartu provider, Setiap aktivasi kartu provider, para pengguna 
bagi pelanggan lama dan baru dapat melakukan selambat-lambatnya pada 28 
Februari 2018 . Pelanggan harus mendaftarkan Nomor Induk Kependudukan 
(NIK) dan Nomor Kartu Keluarga (KK) melalui layanan pesan singkat ke 
4444 dimana didalamnya memuat nama lengkap, dan identitas lainnya untuk 
dikirimkan dan diverifikasi oleh Dinas Kependudukan dan Catatan Sipil 
(Disdukcapil) guna mengetahui keabsahannya, sehingga pelanggan tidak 
dapat mengirimkan NIK dan nomor KK palsu agar memudahkan peran aktif 
pemerintah dalam melakukan pengawasan untuk meminimalisir 
penyalahgunaan data. 
Dalam hal ini, provider seperti kantor provider Cabang Indosat Tegal, 
memberikan kebijakan apabila seseorang yang telah mengaktifkan nomor 
sebanyak 3x (tiga kali), maka pengguna harus datang ke kantor Cabang 
Indosat Tegal untuk menyampaikan permasalahannya melalui Customer 





“Apabila ingin melakukan aktivasi ulang, peraturan perusahaan 
mengharuskan seorang pengguna membawa fotokopi e-KTP dan 
menyebutkan nomor telepon yang akan di unregistrasi”27 
Kemudian, untuk mengetahui, provider hanya memberikan kesempatan 
3x (tiga kali) dalam penggunaan aktivasi dikarenakan adanya pengaturan 
biner pada sistem koneksi telekomunikasi : 
“ Sekarang pemerintah memberikan layanan kebebasan seseorang 
untuk mengganti kartu di setiap provider hanya 3x (tiga kali) 
dimaksudkan karena dalam kode binner komputer hanya dapat 
membaca 010101, dan hanya mampu memberikan sistem kode 3x, tidak 
dapat lebih dari 3, namun, biasanya bagi oknum yang ingin melakukan 
kejahatan, mereka biasanya menggunakan NIK Palsu “.28 
 
Dalam pernyataan tersebut, dapat diartikan masih terdapat kelemahan 
terhadap kebijakan provider terhadap pengguna kartu provider karena 
terbukti, data-data pengguna masih bisa dibobol dan digunakan untuk 
mencuri kepemilikkan data lainnya, seperti rekening pengguna, akun sosial 
media pengguna, sehingga akhir-akhir ini, banyak sekali kasus yang 
menyebabkan adanya pembobolan data, sehingga membuat para pengguna 
tidak nyaman untuk memberikan data-data privasi, bukan karena tidak 
percaya terhadap pemerintah, tetapi karena ketidak percayaan terhadap para 
provider yang masih saja menjual data privasi seseorang tanpa seizin orang 
tersebut. Seperti yang pernah disampaikan oleh beberapa orang yang datang 
di kantor indosat cabang tegal : 
“Pelanggan mengadukan keluhannya dan tanggapan dari customer 
service dinilai pelanggan ceroboh memberikan data dan mengalami 
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kebocoran data padahal setiap nomor telepon  pasti memiliki kode unik 
yang dibuat perusahaan provider.”29 
Pendapat dari pengguna lain pun ada yang menyampaikan : 
“Pelanggan  begitu kecewa dengan pelayanan yang ada, karena 
pelanggan beranggapan keamanan data yang dulu, sangat aman 
bahkan tidak mudah dibobol dan tidak mudah disadap, tetapi dengan 
adanya keterbukaan informasi, justru membuat nomor pelanggan 
disalahgunakan orang lain untuk menipu orang lain, kejadian tersebut 
dialami saudara pelanggan, akhirnya pelanggan mendatangi kantor 
cabang indosat, untuk dilakukan pemblokiran terhadap kartu 
pelanggan.”30 
 
Berdasarkan pernyataan-pernyataan berikut, peneliti pernah melakukan 
penelitian di provider lain, hal serupa pun sering terjadi, seperti reaktivasi 
kartu, pemblokiran kartu provider,dan lain sebagainya. Hal ini membuat 
penulis lebih memahami, bahwa belum adanya regulasi dan belum adanya 
badan khusus siber yang menangani pertelekomunikasian tersebut. 
Apabila registrasi kartu prabayar dalam perspektif hak asasi manusia 
berkaitan sangat erat, karena keduanya memiliki hubungan kausalitas. 
Kebijakan yang belum diakomodasi melalui peraturan yang lebih mengikat 
belum mampu melindungi hak asasi setiap individu di negeri ini terhadap 
perlindungan data privasi melalaui kartu prabayar yang diregistrasi. Dengan 
begitu, masyarakat sedang menghadapi situasi yang mengkhawatirkan atas 
oportunitas penyalahgunaan data pribadinya dengan melakukan registrasi 
menggunakan KK dan KTP sebagai identitas pokoknya selaku warga negara 
yang harus dijaga secara ketat kemanan privasinya. 
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Menurut Menteri Komunikasi dan Informatika Rudiantara 
menandaskan bahwa banyaknya pengguna kartu SIM yang sering mengganti 
kartunya karena mengincar promo data atau telepon justru harus mengubah 
kebiasaannya. Bila registrasi ini dilakukan, otomatis pengguna harus 
menunggu batas kadaluarsa kartu dan kartu tersebut diblok secara otomatis, 
sebelum bisa menggunakan kartu SIM yang lain.  
“Pada dasarnya semua yang menggunakan SIM prabayar harus 
didaftarkan. Apabila jumlah kartu prabayar yang beredar dikurangi, 
hal ini bagus untuk industri. Jadi permasalahan  kasus gonta ganti 
kartu, itu merugikan sebetulnya, terutama bagi operator.” 
 
Dengan adanya regulasi mengenai registrasi ini, maka pihak operator 
bisa meningkatkan layanannya agar bisa lebih akurat dengan membuat 
kemasan produknya dengan lebih baik lagi. 
1. Perlindungan Hukum Data Privasi Pengguna Telepon Seluler 
Perkembangan penggunaan teknologi dibidang telekomunikasi 
berlangsung sangat pesat, hal ini mengakibatkan manusia mempunyai 
banyak pilihan dalam berkomunikasi. Pada era 1990, manusia hanya 
mengenal telepon kabel untuk berkomunikasi. Namun seiring dengan 
perkembangan zaman, penemuan-penemuan terbaru dan inovasi-inovasi 
akan sarana komunikasi semakin meningkat, mulai dari jenis telepon 
seluler dengan fitur yang sederhana, bahkan sampai fitur yang sangat 
canggih, semua telah tersedia. Selain bentuk dan fungsinya, telepon seluler 





belakang ekonomi dapat menggunakan telepon seluler dengan keperluan 
yang beragam.  
Pengguna telepon seluler tidak terbatas pada usia-usia tertentu, dari 
anak-anak hingga orang tua, semua merupakan pengguna telepon seluler, 
Berdasarkan hasil survei, Jumlah pelanggan telepon seluler tahun 2006 
sekitar 63 juta dan pada tahun 2010 meningkat hampir 350% menjadi 
211,1 juta pelanggan.  
Semakin banyaknya pengguna telepon seluler di kalangan 
masyarakat, menandakan bahwa kini telepon seluler bukanlah termasuk 
barang mewah. Jumlah pengguna yang semakin meningkat ini berbanding 
lurus dengan kenaikan jasa pelayanan telekomunikasi permintaan akan 
Jasa Layanan Internet semakin meningkat dan menjadi kebutuhan primer 
di hampir seluruh lapisan masyarakat di Indonesia. Pemilihan provider pun 
menjadi titik utama dalam memilihnya, karena yang paling utama adalah 
keamanan data pribadi tiap pelanggan.  
a. Pertanggungjawaban PT Indosat Ooredoo 
Berikut ini adalah beberapa bentuk pertanggungjawaban yang 
dilakukan oleh PT Indosat Ooredoo apabila terjadi  kesalahan sistem 
pada saat aktivasi Provider: 
1) Pemulihan Data 
Berdasarkan hasil wawancara tentang kesalahan data yang 
diupload dan gagalnya aktivasi saat 3 kali berturut-turut melakukan 





tersebut sering terjadi hampir 78% dari total 50 orang mengaku 
pernah mengalami gangguan sistem terkait dengan registrasi aktivasi 
kartu perdana indosat yang ditawarkan PT Indosat Ooredoo secara 
manual.  
Sebagai pelaku usaha, PT Indosat Ooredoo memiliki 
kewajiban untuk memberikan ganti rugi atas kerugian yang dialami 
oleh konsumen yang timbul karena menggunakan jasa layanan 
Internet tersebut. Hal ini tercantum pada Pasal 19 Ayat (1) Undang- 
Undang No. 8 Tahun 1999 tentang Perlindungan Konsumen yang 
menyatakan: 
“Pelaku usaha bertangungjawab memberikan ganti rugi 
atas kerusakan, pencemaran, dan atau kerugian konsumen 
akibat mengkonsumsi barang dan atau jasa yang dihasilkan 
atau diperdagangkan.” 
 
Selanjutnya dalam Ayat (2) dijelaskan bahwa: 
 
“Ganti rugi sebagaimana dimaksud pada ayat (1) dapat 
berupa pengembalian uang atau penggantian barang dan atau 
jasa yang sejenis atau setara nilainya, atau perawatan 
kesehatan dan atau pemeberian santunan yang sesuai dengan 
ketentuan peraturan perundang- undangan yang berlaku.” 
 
Berkaitan dengan penjelasan diatas, PT Indosat sebagai 
penyelenggara telekomunikasi dalam Pasal 15 Ayat (1) Undang- 
Undang Nomor 36 Tahun 1999 Tentang Telekomunikasi juga 
disebutkan bahwa: 
“Atas kesalahan dan atau kelalaian penyelenggara 
telekomunikasi yang menimbulkan kerugian, maka pihak-pihak 







Pemulihan data merupakan bentuk ganti rugi atas tindakan 
perbuatan melawan hukum yang dilakukan oleh pelaku usaha. Ganti 
kerugian yang diperoleh karena adanya perbuatan melawan hukum 
merupakan akibat tidak terpenuhinya unsur-unsur sebagai berikut:
31
 
a) Ada perbuatan melanggar hukum; 
b) Ada kerugian; 
c) Ada hubungan kausalitas antara perbuatan melanggar hukum 
dengan kerugian,dan 
d) Ada kesalahan. 
Pada putusan Hoge Raad, bahwa definisi perbuatan melawan 
hukum tidak hanya melanggar Undang-Undang, tetapi juga 
melanggar hak-hak subjektif orang lain, kesusilaan, dan ketertiban 
umum. Menurut Putusan Hog Raad 1919 yang diartikan dengan 
perbuatan melawan hukum adalah berbuat atau tidak berbuat yang:
32
 
a) Melanggar hak orang lain 
b) Bertentangan dengan kewajiban 
c) Bertentangan dengan kesusilaan 
d) Bertentangan dengan kecermatan yang harus diindahkan dalam 
masyarakat 
Perbuatan melawan hukum baru terjadi apabila pelaku usaha 
dinyatakan telah lalai untuk memenuhi kewajibannya, atau dengan 
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kata lain, tindakan melawan hukum ada apabila pelaku usaha tidak 
dapat membuktikan bahwa ia telah melakukan tindakan perbuatan 
melawan hukum itu diluar kesalahannya. 
Dasar hukum mengenai perbuatan melawan hukum dan ganti 
rugi akibat tindakan perbuatan melawan hukum terdapat pula pada 
Pasal 1365 Kitab Undang- Undang Hukum Perdata sebagai berikut: 
“Tiap perbuatan melanggar hukum, yang membawa 
kerugian kepada orang lain, mewajibkan orang yang karena 
salahnya menerbitkan kerugian itu, mengganti kerugian 
tersebut.”33 
 
Kerugian yang dialami oleh pelanggan akibat tindakan 
perbuatan melawan hukum yang dilakukan PT Indosat Ooredoo, 
bahwa PT Indosat melalui Customer Service memberikan ganti rugi 
berupa pengembalian pulsa sesuai harga paket yang sebelumnya di 
aktivasi 
Pengembalian yang dimaksudkan di atas baru dapat diterima 
oleh pelanggan apabila pengaduan dan penyertaan bukti terdahulu 
yang diutarakan pada Customer Service melalui media sosial 
(Twitter),menghubungi kenomor pengaduan atau dapat pula melalui 
e-mail telah terverifikasi oleh PT Indosat Ooredoo. 
Namun, berdasarkan Data pengguna yang penulis teliti terkait 
pengaduan permasalahan dengan gangguan HP, atau signal Provider 
saat registrasi, atau kebocoran data yang dilakukan oleh hacker atau 
oknum tertentu, yang sudah dikeluhkan melalui Customer Service, 
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keluhan ditanggapi dan akan memulihkan data. 
Selanjutnya, peneliti menyediakan kolom jawaban yang dapat 
ditulis sendiri oleh responden, bertujuan agar responden dapat 
memberikan penjelasan terkait dengan keluhan pada gangguan 
sistem aktivasi paket registrasi ataupun internet PT Indosat Ooredoo. 
Berikut beberapa jawaban dari responden yang berhasil 
peneliti himpun saat di kantor Indosat Ooredoo Cabang Tegal 
diantaranya adalah: 
“Pelanggan sering disalahkan dengan alasan-alasan 
teknis prosedural saat registrasi pembelian paket, padahal 
pelanggan paham sekali proses meregistrasi pembelian 
registrasi Keamanan Data. -Mahasiswa” 
 
“Menurut peneliti belum baik secara maksimal, Karena 
dari pihak Indosat tidak cepat tanggap dan membiarkan 
pelanggan menunggu dengan jangka waktu yang lama dalam 
proses penyelesaiannya bahkan berhari-hari sampai lewat 1 
minggu dan akhirnya pelanggan sudah kehabisan waktu dan 
uang karena kesalahan sistem tersebut.  
 
Dengan kejadian tersebut sebaiknya dilaporkan ke pihak yang 
berwajib yang melayani keluhan konsumen demi melindungi hak 
konsumen agar tidak terjadi kesalahan-kesalahan yang dapat 
merugikan pelanggan. -Karyawan” 
 
Pihak provider belum memberikan solusi yang tepat dalam 
proses ganti rugi atas hilangnya kuota yang pelanggan beli. Pihak 
provider dalam memberikan ganti rugi membutuhkan proses yg 
memakan waktu dengan alasan gangguan sistem.-Mahasiswa” 
 
“Pelayanan yang diberikan membutuhkan waktu yang 





baik. Dari pihak Provider harus lebih mengutamakan kepuasan 
pelanggan.-Mahasiswa” 
 
Pernyataan diatas merupakan beberapa tanggapan responden 
mengenai pelayanan PT Indosat Ooredoo dalam menyelesaikan 
masalah,sehingga pengguna harus menunggu beberapa waktu untuk 
pengembalian ganti rugi dan perbaikan sistem tersebut. 
Fakta tersebut bertentangan dengan peraturan tentang tanggung 
jawab pihak pelaku usaha yang sesuai dengan Pasal 19 Undang-
Undang Nomor 8 Tahun 1999 tentang Perlindungan Konsumen
34 
yang mewajibkan adanya ganti rugi kepada konsumen yang 
dirugikan. Sedangkan dalam Pasal 4 Undang- Undang Nomor 8 
Tahun 1999 tentang Perlindungan Konsumen, sangat menjamin hak-
hak konsumen yang tertuang pada Huruf A yang mengatakan bahwa 
konsumen berhak atas kenyamanan, keamanan, dan keselamatan 
dalam mengkonsumsi barang dan/atau jasa. Kemudian pada huruf G 
yang menyatakan bahwa hak untuk diperlakukan atau dilayani secara 
benar dan jujur serta tidak diskriminatif. Selanjutnya disebutkan pula 
pada huruf H bahwa konsumen berhak untuk mendapatkan 
kompensasi, ganti rugi dan atau penggantian, apabila barang dan 
atau jasa yang diterima tidak sesuai dengan perjanjian atau tidak 
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Berdasarkan keluhan dari responden yang peneliti himpun, 
juga berdasarkan sumber-sumber lain untuk mendukung bukti 
adanya keluhan konsumen terkait dengan kesalahan sistem jasa 
layanan Internet khususnya pada aktivasi paket yang ditawarkan oleh 
PT Indosat Ooredoo. Hal tersebut membuktikan bahwa Indosat 
terbukti melanggar aturan hukum yang telah peneliti paparkan di 
atas. Indosat selaku pelaku usaha harus bertanggungjawab dan 
memberikan ganti rugi kepada konsumen yang tercederai haknya 
berdasarkan aturan-aturan hukum yang tertuang pada Pasal 7 huruf 
F
35 Undang- Undang Nomor 8 Tahun 1999 tentang Perlindungan 
Konsumen. 
 
2. Kebijakan Provider terhadap Perlindungan Data Pribadi Pengguna 
Kartu Provider 
Kebijakan Provider tehadap Perlindungan Data Pribadi setiap 
pengguna kartu provider biasanya berbeda-beda atas kebijakan perusahaan 
itu sendiri, maka dari itu biasanya peminat dari kartu provider juga 
ditentukan berdasarkan ketentuan umum yang bersifat wajib dan mutlak 
(berupa peraturan perundangan yang sudah ditetapkan oleh pemerintah) 
dan peraturan yang bersifat fleksibel (peraturan yang dibuat oleh 
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 yang meliputi perlakuan terhadap informasi 
pengguna, termasuk informasi identitas pribadi yang diperoleh oleh 
Provider, dan informasi yang diperoleh saat pengguna menggunakan 
Layanan provider yang disediakan. Kebijakan Privasi ini tidak berlaku 
untuk praktek perusahaan yang tidak dimiliki atau tidak dikendalikan oleh 
Provider, atau untuk individu yang tidak dipekerjakan atau dipimpin oleh 
Provider, termasuk pihak ketiga Provider. 
Untuk melindungi data-data yang dikhawatirkan akan 
disalahgunakan, Menteri Komunikasi dan Informasi Rudiantara 
menjelaskan kebijakan registrasi ulang kartu prabayar membatasi 1 orang 
dengan Nomor Induk Kependudukan (NIK) e-KTP hanya boleh memiliki 
tiga kartu SIM. Bagi masyarakat yang memiliki usaha, maka salah satu 
nomor harus di nonaktifkan agar nomor tersebut dapat  digunakan 
sebagaimana mestinya.  
Dalam hal ini sudah ada Peraturan Menteri Komunikasi dan 
Informatika Nomor 20 Tahun 2016  tentang Perlindungan Data Pribadi 
Dalam Sistem Elektronik.  
“Memang pemerintah sedang menyiapkan, Kominfo sedang 
menyiapkan RUU Perlindungan Data Pribadi yang akan dimasukkan 
ke Prolegnas (Program Legislasi Nasional). Kami akan usulkan untuk 
2018,”37 
 
Kebijakan ini memang sangat diperlukan. Permenkominfo 20/2016 
tersebut menjadi acuan karena memang dibutuhkan. Karena dapat 
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membantu para pengguna merasa aman dan nyaman terhadap setiap 
tindakan pelayanan provider terhadap pengguna, karena saat ini 
masyarakat Indonesia yang sudah memasuki era digital diharuskan 
memiliki Undang-Undang yang mengatur keamanan database pengguna 
kartu provider. 
Menurut Pak Herman selaku Kepala Biro Hukum Indosat daerah 
Tegal, menyampaikan bahwa “Walaupun kami berupaya untuk melindungi 
Data Pribadi, kami menekankan agar konsumen  mengambil tindakan 
pencegahan untuk melindungi Data Pribadi yaitu dengan cara sering 
mengubah password, dengan menggunakan kombinasi huruf dan angka, 
dan memastikan bahwa Anda menggunakan peramban yang aman.”38 
Provider dapat memperoleh berbagai jenis informasi mengenai 
pengguna atau perangkat telepon seluler pengguna, yang dapat meliputi 
informasi yang dapat digunakan untuk mengidentifikasi pengguna 
sebagaimana ditetapkan sebagai berikut : 
a. Informasi yang Disediakan Pengguna: Pengguna menyediakan 
Informasi Identifikasi Pribadi tertentu, seperti nomor telepon seluler, 
nama push notification (jika ada), informasi tagihan (jika ada) dan 
informasi perangkat seluler Pengguna kepada Provider saat memilih 
untuk berpartisipasi dalam penggunaan Layanan, seperti melakukan 
registrasi sebagai pengguna. 
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b. Informasi Log File: Saat Pengguna menggunakan Layanan yang akan 
dipilih, server Provider secara otomatis mencatat informasi tertentu web 
browser pengguna saat mengirim kapan saja pengguna mengunjungi 
setiap situs web yang dapat memperlihatkan keinginan, kebiasaan, 
favorit dari pengguna dan setiap informasi yang terkait dengan 
pengguna. Catatan server dapat meliputi informasi seperti permintaan 
web Pengguna, alamat Internet Protocol (IP), jenis browser, bahasa 
browser, halaman dan URL perujuk, jenis platform, jumlahklik, nama 
domain, halaman pertama situs web, halaman yang dilihat dan urutan 
halaman-halaman itu, jumlah waktu yang dipakai pada halaman khusus, 
tanggal dan waktu permintaan pengguna, satu cookies atau lebih yang 
secara unik dapat mengidentifikasi browser pengguna, nomor telepon 
pengguna. 
Cara Provider menggunakan informasi yaitu: 
1) Jika pengguna mengirim Informasi Identifikasi Pribadi ke layanan 
yang akan dipilih, maka Provider akan menggunakan Informasi 
Identifikasi Pribadi tersebut untuk mengoperasikan, memelihara, dan 
memberi kepada pengguna fitur dan fungsi dari Layanan yang dipilih 
tersebut. Namun, Provider dapat menggunakan nomor telepon 
seluler pengguna, setiap Informasi Identifikasi Pribadi atau informasi 
identifikasi non pribadi tanpa persetujuan lebih lanjut untuk tujuan 





2) Provider dapat menggunakan Informasi Identifikasi Pribadi dan 
informasi identifikasi non pribadi (seperti data penggunaan-
pengguna tanpa nama, cookies, alamat IP, jenis browser, data click 
stream, dll.) untuk memperbaiki mutu dan desain Layanan untuk 
menciptakan fitur baru, promosi, fungsi, dan layanan dengan 
menyimpan, melacak, dan menganalisis pilihan dan kecenderungan 
pengguna. 
Provider dapat memberikan informasi identifikasi pribadi atau 
informasi identifikasi non pribadi kepada penyedia layanan pihak ketiga 
selama diperlukan secara wajar untuk melaksanakan, memperbaiki atau 
memelihara Layanan kartu provider.  
Provider dapat memberikan informasi identifikasi non pribadi 
(seperti data penggunaan Pengguna tanpa nama, halaman dan URL 
rujukan, jenis platform, kunjungan aset, jumlah klik, dll.) dengan pihak 
ketiga yang tertarik untuk membantu Provider dalam memahami kebiasaan 
pengguna pada Layanan dari kartu provider.  
Provider  dapat mengambil dan melepas informasi identifikasi 
pribadi dan/atau informasi identifikasi non pribadi jika diwajibkan untuk 
melakukannya menurut Undang-Undang, atau dengan itikad baik bahwa 
tindakan tersebut perlu untuk mematuhi hukum negara, hokum 
internasional atau tanggapan terhadap perintah pengadilan, panggilan, atau 
mencari jaminan atau yang sama artinya, atau jika dengan keyakinan 





Provider  juga berhak untuk mengungkap informasi identifikasi 
pribadi dan/atau informasi identifikasi non pribadi yang menurut Provider 
dengan itikad baik sesuai atau perlu untuk melaksanakan Syarat dan 
Ketentuan Layanan, mengambil tindakan pencegahan terhadap 
pertanggungjawaban, untuk penyelidikan dan mempertahankan diri 
terhadap klaim atau tuntutan pihak ketiga manapun, untuk membantu 
lembaga pemerintah penegak hukum, untuk melindungi keamanan atau 
integritas Layanan Provider, dan untuk melindungi hak, properti, atau 
keselamatan pribadi Provider, para pengguna layanan atau orang lainnya. 
Provider menggunakan pengamanan fisik, manajerial, dan teknis 
untuk menjaga integritas dan keamanan informasi pribadi Pengguna. 
Namun, Provider tidak dapat memastikan atau menjamin keamanan setiap 
informasi yang dikirim penggguna sebagai risiko pengguna sendiri. Sangat 
tidak dianjurkan untuk menggunakan wifi yang tidak aman atau jaringan 
yang tidak terlindungi. Setelah Provider menerima pengiriman informasi 
dari pengguna, Provider akan secara komersil berusaha untuk memastikan 
keamanan system. Namun, ini bukanlah suatu jaminan bahwa informasi 
tersebut tidak dapat diakses, diungkap, diubah, atau dimusnahkan sebagai 
akibat pelanggaran terhadap setiap kebijakan dari Provider itu sendiri.  
Jika Provider mengetahui terjadinya pelanggaran system keamanan, 
maka Provider dapat berusaha memberitahu pengguna sehingga pengguna 
dapat mengambil langkah pencegahan yang tepat. Provider dapat memuat 





Kebijakan Privasi ini dapat direvisi secara berkala dan direfleksikan 
dengan "tanggal revisi terakhir". Penggunaan terus menerus oleh pengguna 
atas Layanan ini dianggap sebagai persetujuan pengguna Kebijakan 
Privasi. Provider memberikan ketegasan kepada setiap customer sebelum 
melakukan validasi input mengenai data pribadi baik tertulis secara digital 
(bagi penginputan secara elektronik melalui media internet), atau secara 
tertulis bagi yang melakukan validasi secara manual. : 
“Pengguna Secara Tegas Mengakui Bahwa Pengguna Telah 
Membaca Syarat Dan Ketentuan Layanan Ini Serta Memahami 











Berdasarkan uraian diatas dari hasil penelitian yang dilakukan, maka 
peneliti menarik kesimpulan sebagai berikut: 
1. Pelanggan yang mengalami kendala dalam kartu providernya, maka 
pelanggan bisa mengadukan keluhannya kepada PT Indosat Ooredoo 
melalui Customer Service agar keluhan pelanggan tersebut dapat segera 
ditindaklanjuti. Pada prosesnya dalam memberikan tanggungjawab 
kepada pelanggan yang dirugikan, PT Indosat Ooredoo terlebih dahulu 
mengecek dan menanyakan kepada yang bertugas di bagian API 
(application programming interface), yakni sebuah teknologi untuk 
memfasilitasi pertukaran informasi atau data antara dua atau lebih 
aplikasi perangkat lunak, apakah benar ada masalah dengan paket data 
Indosat Ooredoo atau tidak, jika benar terjadi masalah, maka PT Indosat 
Ooredoo selaku pelaku usaha dan penyelenggara jasa telekomunikasi 
memberikan jaminan bahwa datanya akan aman. 
2. Kebijakan Provider terhadap perlindungan data pribadi pengguna kartu 
provider menggunakan Informasi Identifikasi Pribadi tersebut untuk 
mengoperasikan, memelihara, dan memberi kepada pengguna fitur dan 
fungsi dari Layanan yang dipilih tersebut. Provider menggunakan 




keamanan informasi pribadi pengguna. Jika provider mengetahui 
terjadinya pelanggaran sistem keamanan, maka provider dapat berusaha 
memberitahu pengguna sehingga pengguna dapat mengambil langkah 
pencegahan yang tepat. 
 
B. Saran 
Dalam hal ini penulis ingin memberikan sebuah saran dalam penelitian 
ini : 
1. Perlu adanya regulasi khusus yang mengatur tentang perlindungan hukum 
data privasi 
2. Perlu adanya sosialisasi mengenai perlindungan hukum data privasi setiap 
provider 
3. Perlu adanya kesinambungan antara Pemerintah dan masyarakat dalam 
mewujudkan perlindungan hukum. 
4. Perlu adanya mekanisme yang lebih memudahkan customer dalam 
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