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Good governance, sistema dei controlli interni e sistema dei flussi informativi: 
Cosa hanno in comune queste espressioni e in quale misura sono collegate 
all’operatività tipica di una banca d’affari? L’obiettivo di questo lavoro è quello di 
trovare soluzioni affinché la governance di una banca d’affari sia capace di 
prendere le migliori decisioni aziendali possibili. Affinché ciò sia possibile è 
necessario che entrambi i sistemi sopracitati siano funzionali agli organi aziendali. 
Il primo capitolo introdurrà il mondo delle banche d’affari, soffermandosi su quella 
che è l’attività tipica delle stesse, nonché su una descrizione di quali siano gli attori 
attivi in Italia nel settore e le modalità in cui sono strutturati all’interno dei 
principali gruppi bancari italiani. 
Nel secondo capitolo si entrerà nel dettaglio, in primo luogo, di cosa si intenda per 
corporate governance e di quali siano i sistemi di amministrazione e controllo 
adottabili con relativi vantaggi, svantaggi e riscontri empirici. In seconda istanza 
l’attenzione del lettore sarà posta sul sistema dei controlli interni e, in particolare, 
su quali siano i compiti che ogni organo aziendale e ogni funzione di controllo 
sono chiamati a svolgere in ragione delle attuali Disposizioni di Vigilanza, nonché 
di tutte le altre fonti normative nazionali e comunitarie in materia e delle best 
practices di settore riconosciute a livello internazionale. 
Nel terzo capitolo si entrerà nel tema dei flussi informativi, andando ad analizzare 
quali debbano essere, secondo la dottrina aziendalistica e le prescrizioni normative, 
i requisiti che un buon sistema informativo e i flussi di cui è composto devono 
soddisfare. 
Per ultimo, sarà fatta un’analisi di come il sistema dei flussi informativi venga, ad 
oggi, implementato nelle banche d’affari. Si coglieranno criticità, alle quali si 




Il mondo delle banche d’affari 
Sommario: 1.1 Banche d’affari e attività di investment banking. – 1.1.1 Capital markets, - 1.1.2 Corporate 
finance – 1.1.3 Merchant banking. – 1.1.4 Project finance. - 1.2 Profili organizzativi delle banche d’affari. – 
1.2.1 I principali assetti organizzativi dei gruppi bancari italiani. - 1.2.2 Profili organizzativi delle principali 
banche d’affari italiane. 
 
 
1.1 Banche d’affari e attività di investment banking 
In questo capitolo sarà fatta una panoramica su quello che è il mondo delle banche 
d’affari in Italia. L’analisi toccherà i modelli di business scelti dalle stesse e il loro 
collocamento all’interno dei principali gruppi bancari italiani. 
Cos’è una banca d’affari? Non è facile dare una risposta univoca, dal momento che 
non è presente una specifica definizione nei testi normativi. Il sito di Borsa 
Italiana1 individua le banche d’affari elencando di fatto le attività che esse 
svolgono, facendo riferimento, in particolar modo, a tre funzioni economiche 
fondamentali: finanziamento delle società di capitali con sottoscrizione e 
collocazione delle nuove emissioni di titoli; intermediazione sui mercati mobiliari; 
consulenza sulle operazioni di emissione, acquisto e vendita di titoli e su altre 
questioni di natura finanziaria. 
Le attività delle banche d’investimento sono peculiari e distinte da quelle delle 
banche commerciali. Tuttavia, nel nostro ordinamento, non esiste una vera e 
propria distinzione tra le due tipologie, diversamente da quanto avveniva negli 
Stati Uniti2, motivo per cui le banche ordinarie sono tacitamente abilitate a 
svolgere direttamente attività di investment assieme a tutti gli altri intermediari 
finanziari non bancari. 
                                                          
1 http://www.borsaitaliana.it/ 
 
2 Con l’abrogazione del Glass Steagall Act nel 1999, anche negli Stati Uniti è stata tolta completamente la 
separazione fino allora esistente tra commercial e investment banking. In Italia fu tolta con l’emanazione 
del Tub nel 1993. 
 
   





Definita dunque la banca d’affari in funzione dell’attività che svolge, occorre 
entrare nel dettaglio per ottenere un quadro completo dei prodotti e servizi 
riconducibili alla stessa. 
È possibile identificare quattro aree di affari:3 
a) Capital markets; 
b) Corporate finance; 
c) Merchant banking; 
d) Project finance; 
 
1.1.1 Capital markets 
Con questo termine, che qualifica l’area d’affari che storicamente si è sviluppata 
per prima nell’ambito del settore dell’investment banking, si fa riferimento a tutti 
quei prodotti e servizi intrinsecamente connessi al funzionamento del mercato dei 
capitali. Occorre distinguere da un lato le attività riguardanti il mercato primario 
e, dunque volte a supportare le imprese nel reperimento di risorse finanziarie 
attraverso l’emissione di valori mobiliari; dall’altro quelle riconducibili al mercato 
secondario, concernenti la compravendita di valori mobiliari già in circolazione e 
regolarmente negoziati. 
Con riguardo alle prime, occorre evidenziare come l’assistenza all’impresa nella 
raccolta fondi possa configurarsi sia a titolo di capitale di rischio, attraverso 
l’emissione di nuove azioni, che a titolo di capitale di debito, emettendo prestiti 
obbligazionari. 
Sono riconducibili all’area di business oggetto d’analisi anche le operazioni di 
securitization, che consentono alle imprese di smobilizzare parte dei propri asset 
attraverso la loro trasformazione in titoli collocati sui mercati mobiliari. 
                                                          
3 La letteratura è eterogenea al riguardo; si segue la suddivisione fatta da CAPIZZI V. ne “L’investment 
banking in Italia” (2007), pagg. 25-40.   
 





L’assistenza fornita dalle banche d’affari è sintetizzabile nell’elencazione delle 
diverse attività che esse possono svolgere: 
- Origination, consistente in quell’insieme di azioni tramite le quali si dà 
avvio all’emissione azionaria o obbligazionaria; 
- Advisory o arranging, vale a dire quell’insieme di attività strumentali alla 
progettazione e all’organizzazione degli aspetti economici, fiscali e legali 
dell’operazione, a cui segue la fase di “sindacazione”, cioè di costituzione 
di un pool di intermediari che si occuperà operativamente del classamento 
titoli su quel segmento del mercato mobiliare selezionato dall’advisor e 
dall’emittente; 
- Underwriting, cioè la sottoscrizione dei valori mobiliari emessi 
dall’impresa, che rimarranno nel portafoglio titoli di proprietà 
dell’intermediario fino al momento della vendita degli stessi presso gli 
investitori finali; 
- Placement, ossia la fase finale della procedura di collocamento dei titoli di 
nuova emissione direttamente nei portafogli degli investitori finali, che può 
effettuarsi nelle forme di public o private placement a seconda che ci si 
riferisca a un ampio pubblico di risparmiatori piuttosto che un limitato 
numero di investitori istituzionali. 
Per quanto riguarda l’operatività sul mercato secondario l’attività delle banche 
d’affari si concretizza nel servizio di trading, cioè di compravendita di strumenti 
finanziari già collocati sul mercato primario. È possibile elencare diverse tipologie 
di servizi di trading; 
- brokerage: in questo caso l’investment bank svolge il ruolo di broker, 
assolvendo il compito di ricercare una controparte alla propria clientela 
favorendo l’incontro tra domanda e offerta di valori mobiliari, previo 
pagamento di una commissione; 
- dealing: l’intermediario si pone come contropartita diretta dell’investitore, 
negoziando per conto proprio; 
   





- market making: la banca d’affari ha il compito di garantire la negoziabilità 
di determinati titoli attraverso l’obbligo di fornire in via continuativa 
quotazioni in denaro (prezzi di acquisto) e in lettera (prezzi di vendita) su 
uno o più strumenti finanziari ammessi a negoziazioni su mercati 
regolamentati, per un ammontare minimo prefissato di tali strumenti. Il 
market maker è quindi obbligato a esporre continuamente le proprie 
posizioni su determinate attività finanziarie dato che egli ha il preciso 
compito istituzionale di mantenere elevato lo spessore e il livello di liquidità 
del mercato, contribuendo a incrementarne l’efficienza. 
Naturalmente ciascuno dei due segmenti considerati può essere disaggregato in 
funzione sia delle tipologie di valori mobiliari emessi/negoziati, sia della 
rischiosità dell’impresa emittente. Per tale motivo risulta frequente la creazione, 
all’interno della struttura organizzativa degli intermediari, di specifiche divisioni 
responsabilizzate alla copertura di singoli sottosegmenti di operatività dotate di 
competenza e modus operandi differenziati. 
 
1.1.2 Corporate finance 
Questa area d’affari è costituita dall’insieme dei servizi finalizzati 
all’ottimizzazione delle scelte finanziarie dell’impresa corporate. 
Si fa riferimento alle operazioni di: 
- finanza straordinaria; 
- ristrutturazioni di aziende in crisi; 
- consulenza finanziaria. 
Finanza straordinaria 
Con tale termine si indica l’insieme di quelle operazioni che incidono 
significativamente sugli assetti proprietari delle parti coinvolte. Ci si riferisce 
primariamente alle operazioni di mergers & acquisition, quali fusioni e 
 





acquisizioni, ma anche scorpori, conferimenti di rami aziendali, scissioni, equity 
carveout, scambi di partecipazioni azionarie e leveraged acquisition. 
L’ampiezza delle aree di competenza toccate dalle operazioni di M&A fa sì che 
questo sia un campo straordinariamente importante per i servizi di advisory ed è 
per questo motivo che tali attività rientrano nel core business della banca d’affari. 
L’intermediario opera sulla base di un mandato, il quale può assumere la forma4 
Buy side, Sell side o di supporto dell’operazione a seconda della posizione assunta 
nel ruolo di advisory, oppure riguardare il rilascio di un giudizio di congruità 
(Fairness opinion) o lo svolgimento di attività riferibili a occasioni particolari 
quale, ad esempio, la presenza di takeover ostili (Raid defense). 
Vi sono poi altre forme di riassetto e riorganizzazione aziendale appartenenti 
all’area della finanza straordinaria, anche se non direttamente qualificabili come 
operazioni di M&A. È questo il caso di liquidazioni volontarie realizzate per 
effettuare disinvestimenti, ma anche trasformazioni societarie inerenti la forma 
giuridica, la ragione e l’oggetto sociale, la strategia competitiva o la struttura 
organizzativa. L’intervento della banca d’affari è di contenuto altamente 
consulenziale, ma essa può anche farsi carico di procedere al reperimento delle 
risorse finanziarie che si dovessero rendere necessarie. 
Un ulteriore comparto di servizi individuabile in questa area fa riferimento a tutte 
le forme di alleanza, joint venture e aggregazioni che prevedono uno scambio di 
partecipazioni azionarie tra i soggetti contraenti. 
Ristrutturazioni di aziende in crisi 
Si fa riferimento all’attività di supporto ai fini della gestione di processi di 
turnaround, cioè di ristrutturazione e risanamento di aziende che versano in una 
situazione di crisi industriale e/o finanziaria. L’attività dell’advisor si estrinseca 
in: 
                                                          
4 FORESTIERI G., “Corporate and Investment Banking” (2009) pagg. 90-95 
   





- acquisizione delle informazioni circa le dimensioni effettive dello squilibrio 
e primo esame della situazione; 
- studio di primi interventi su diverse aree aziendali per recuperare in tempi 
rapidi efficienza operativa ed economicità di gestione; 
- redazione del piano di ristrutturazione, che deve necessariamente prevedere 
interventi sul conto economico, sugli attivi patrimoniali (asset 
restructuring) e sui passivi patrimoniali (debt restructuring); 
- negoziazione del piano con le banche creditrici e gli altri soggetti coinvolti; 
- assistenza nella fase di implementazione del piano. 
Data la criticità della situazione, è necessario che l’advisor operi in assenza di 
conflitti d’interesse, abbia la capacità di coinvolgere i creditori, sia a conoscenza 
delle particolarità economiche e giuridiche delle operazioni da ristrutturare, goda 
di una buona reputation e sia dotato di rapidità di esecuzione. 
Consulenza finanziaria 
È stato già evidenziato come essa sia una componente essenziale nell’attività di 
advisor nell’ambito di operazioni di finanza straordinaria e ristrutturazioni 
societarie. Tuttavia la consulenza finanziaria è configurabile anche come servizio 
autonomo da offrire alla clientela corporate. Si pensi all’attività di capital 
budgeting o di pianificazione finanziaria con conseguente redazione di un business 
plan o, ancora, ad analisi strategiche o di settore finalizzate all’acquisizione di 
partecipazioni secondo una logica di merchant banking o proposte come prodotto 
consulenziale a clienti interessati ai trend di specifiche combinazioni prodotto-
mercato. 
La consulenza investe anche la tradizionale attività creditizia configurandosi come 
assistenza nella fase di negoziazione con gli acquirenti o ricerca di partner 
finanziari. 
Altri servizi rientranti in questa area sono la consulenza in materia di struttura 
finanziaria e ottimizzazione del passivo di un’impresa e i servizi di tax planning, 
cioè di razionalizzazione del carico tributario. 
 





L’attività a maggior valore aggiunto, però, risulta essere la valutazione del capitale 
economico delle aziende; essa, oltre a caratterizzare la quasi totalità dei servizi di 
corporate and investment banking, può essere di interesse di singoli imprenditori 
che abbiano il desiderio di conoscere il valore della propria azienda. 
 
1.1.3 Merchant banking 
Il merchant banking consiste nell’offerta di servizi di finanziamento alle imprese 
secondo modalità alternative rispetto alla tradizionale attività di lending. 
L’intermediario si propone di diventare un partner finanziario dell’azienda cliente, 
attraverso l’assunzione di una partecipazione nel capitale di rischio della stessa. 
L’obiettivo è quello di ottenere una plusvalenza in conto capitale dallo smobilizzo 
entro un prefissato arco temporale (solitamente 4/5 anni). 
Le modalità di way-out sono: 
- riacquisto da parte dei soci già esistenti (buyback); 
- cessione del pacchetto azionario a un’altra impresa mediante trattativa 
privata; 
- quotazione in un mercato mobiliare ufficialmente regolamentato. 
Gli interventi sul capitale di rischio possono riguardare pacchetti di minoranza o 
di maggioranza a seconda che la natura dell’operazione sia esclusivamente 
finanziaria o che preveda un coinvolgimento dell’intermediario nelle scelte 
strategiche dell’impresa. 
A seconda dello stadio del ciclo di vita dell’azienda oggetto dell’investimento si 
differenziano le operazioni di seed financing (fase iniziale del ciclo di vita), start-
up financing (aziende di recente costituzione nelle quali l’attività produttiva si è 
appena avviata) e expansion financing (aziende che hanno felicemente completato 
il percorso di crescita e vogliono svilupparsi ulteriormente). 
Vi sono anche le operazioni di replacement financing, che riguardano quelle realtà 
imprenditoriali che si trovano nella necessità di ristrutturare la propria base 
   





azionaria, oltre che quelle di turnaround financing, nella quali l’investimento 
finanziario passa in secondo piano rispetto all’obiettivo di riportare la partecipata 
in una condizione fisiologica. 
Le prime due operazioni citate rientrano nell’ambito del venture capital, mentre gli 
investimenti in aziende in fase di maturità qualificano l’area del private equity. 
È possibile indicare due diverse configurazioni dell’attività di merchant banking: 
- approccio diretto, attraverso l’acquisizione, con risorse finanziarie di 
proprietà, di un pacchetto azionario dell’impresa target; 
- approccio indiretto, sottoscrivendo quote in un fondo di investimento di tipo 
chiuso, le cui politiche di investimento sono stabilite da una management 
company appositamente remunerata per tale servizio. 
Per ultimo è importante notare come vi siano delle analogie rispetto all’attività di 
M&A, a parte la rilevante differenza data dal fatto che l’acquisizione di un 
pacchetto azionario dell’impresa target non viene fatta da un cliente, ma 
dall’intermediario finanziario. Non stupisce, quindi, che i team delle divisioni di 
merchant banking o private equity si servano spesso delle professionalità e 
competenze dei team di M&A. 
 
1.1.4 Project Finance 
Un’area di attività dalle caratteristiche del tutto peculiari è rappresentata dalla 
progettazione implementazione di operazioni di project finance, tramite le quali è 
possibile realizzare rilevanti progetti di investimento (in infrastrutture, beni 
strumentali ecc.) mediante una complessa architettura contrattuale. Più in 
particolare, la specificità dell’operazione consiste nel fatto che il progetto di 
investimento viene isolato – sia da un punto di vista societario che gestionale e 
finanziario – dal complesso delle altre attività dei soggetti promotori dell’iniziativa 
(sponsor), siano essi privati o pubblici, attraverso la creazione di una social 
purpose vehicle (SPV) o società-progetto, la quale risulta titolare di tutti i diritti 
 





relativi all’operazione e stipula contratti con tutte le parti impegnate, a vario titolo, 
nell’operazione5. Dal punto di vista degli investitori, questo implica che il 
rimborso del capitale di debito, il pagamento degli interessi e la remunerazione del 
capitale azionario dipendano esclusivamente dalla redditività del progetto e dalla 
sua capacità di produrre flussi di cassa positivi nel tempo. Vi è quindi una limitata 
possibilità di chiedere l’intervento delle imprese sponsor nel caso in cui il progetto 
dovesse rivelarsi underperforming. 
Le funzioni che l’investment bank svolge in veste di advisor sono: 
- studio della fattibilità finanziaria dell’operazione; 
- costruzione di una rete di relazioni contrattuali; 
- possibile svolgimento dell’attività di arranging, ossia di sindacazione delle 
risorse finanziarie da erogare a titolo di capitale di credito, attraverso la 
costituzione di un pool di banche; 
- progettazione e implementazione di un sistema di implementazione di rischi 
tra le diverse parti coinvolte; 
- attività di monitoraggio del regolare svolgimento della costruzione e della 
gestione del progetto, con la possibilità, in caso di problemi, di giungere a 
delicate rinegoziazioni delle condizioni e delle clausole contrattuali 
originarie. 
 
1.2 Profili organizzativi delle banche d’affari 
Nel precedente paragrafo è stata fatta una breve rassegna di quelle che sono le 
attività di cui si compone il settore del corporate & investment banking. 
L’attenzione del lettore viene adesso posta su chi siano gli attori che intervengono 
in tale area di affari. Per mezzo del processo di despecializzazione completato con   
l’emanazione del Testo Unico Bancario del 1993, non si verifica nel nostro paese 
                                                          
5 BRUNO E. “Economia delle gestioni bancarie” (Materiale didattico), A.A. 2011-12, pag.264 
 
   





una distinzione netta tra banche commerciali e banche di investimento, potendo la 
banca operare, in una logica di universalità, su una vasta gamma di servizi 
aggiuntivi rispetto alla tipica attività di erogazione del risparmio e raccolta del 
credito6.  
In questo contesto, in Italia, le banche d’affari sono per lo più collocate all’interno 
di gruppi bancari operanti, sebbene con posizionamenti strategici differenti, in tutti 
i settori di attività. Pare dunque necessario, prima di entrare nel dettaglio delle 
principali banche d’affari italiane, fare una panoramica sulle modalità 
organizzative e le peculiarità dei principali gruppi bancari italiani.  
 
1.2.1 I principali assetti organizzativi dei gruppi bancari italiani 
L’integrazione tra le attività di retail banking e investment banking, la ricerca di 
una maggiore presenza internazionale, il miglioramento dell’adeguatezza 
patrimoniale, l’inserimento in segmenti di mercato specialistici e l’accrescimento 
della quota detenuta in particolari aree di business fanno sì che le banche medio- 
grandi e grandi debbano necessariamente dotarsi di un modello organizzativo 
complesso e sofisticato che si identifica nella banca universale e nelle diverse 
configurazioni di gruppo. Si tratta, tuttavia, di modelli “a geometria variabile”7, 
cioè dai correlati empirici indefiniti, che si sono affermati sfruttando i crescenti 
margini di libertà attribuiti dalla normativa in tema di scelta del modello 
organizzativo. 
Il modello di gruppo rende possibile l’offerta di un ventaglio ampio e differenziato 
di prodotti e servizi e permette di consolidare la presenza sul mercato, di 
                                                          
6 Si veda l’articolo 10 del Tub, comma 3: “Le banche esercitano, oltre all'attività bancaria, ogni altra attività 
finanziaria, secondo la disciplina propria di ciascuna, nonché attività connesse o strumentali. Sono salve le 
riserve di attività previste dalla legge.” 
 
7 DE ANGELI S. “Banca universale o gruppo creditizio?” (2005)  pag.24 
 
 





raggiungere tutti i target di clientela e fronteggiare le crescenti spinte 
concorrenziali. 
Le configurazioni “pure” esistenti sono quelle del gruppo funzionale, divisionale 
e federale8. Tuttavia, come sarà esposto più avanti, nella realtà si assiste 
all’adozione di modelli organizzativi che si discostano da quelli codificati dalla 
letteratura e che dunque si possono definire ibridi. 
La forma più elementare è quella funzionale. Tale assetto sembra coerente con una 
ridotta complessità gestionale e si caratterizza per un alto livello di autonomia 
concesso alle controllate dalla capogruppo, che svolge una contenuta attività di 
coordinamento. Questa conformazione è utilizzata quando, in situazioni di mercato 
poco competitivo, i gruppi procedono ad accrescere la loro quota di mercato 
attraverso strategie di integrazione orizzontale, le quali si traducono 
nell’espansione della propria attività soprattutto attraverso processi di 
acquisizione.  
Il modello funzionale è stato progressivamente abbandonato dai gruppi di maggiori 
dimensioni, in favore di quello divisionale. In linea ampiamente generale, in esso 
ogni area strategica d’affari è gestita operativamente da una specifica divisione che 
è responsabile dei risultati ottenuti. Si assiste a una ripartizione delle funzioni di 
responsabilità su tutta la scala gerarchica, generando effetti propulsivi sui livelli di 
performance complessiva. Principio ispiratore è l’empowerment9 a cui fa da 
contrappeso un sistema efficiente di sistemi di controllo tempestivi ed efficaci. 
Presso la capogruppo vengono accentrate le attività di maggior impatto strategico 
ed essa stessa si configura come una holding di indirizzo e controllo con ruoli di 
definizione delle linee guida delle società afferenti al gruppo, gestione del 
portafoglio di business, ottimizzazione del capitale allocato, gestione integrata dei 
rischi finanziari e predisposizione degli strumenti idonei alla gestione e al 
                                                          
8 DE ANGELI S. “Banca universale o gruppo creditizio?” (2005), pagg. 39-44. 
 
9 Sistema di attribuzione di deleghe, poteri e mandati. 
 
   





monitoraggio degli stessi10. Il modello di gruppo divisionale è sicuramente il più 
diffuso, tuttavia non può essere considerato in modo univoco, potendo esso 
assumere diverse connotazioni a seconda del differente criterio di 
divisionalizzazione e delle diverse scelte strategiche e mission aziendali delle 
banche. 
A livello teorico, i criteri di divisionalizzazione11 sono:  
- Per area geografica; 
- Per prodotti; 
- Per segmenti di clientela. 
Nel primo caso, si ha un’organizzazione basata su “divisioni d’area” (o divisioni-
mercato) responsabilizzate sulla redditività conseguita nell’area geografica di 
diretta competenza. Si pensi, a tal riguardo, al Gruppo Banco Popolare, strutturato 
con un modello territoriale basato su divisioni che insistono sulle tradizionali aree 
storiche di presenza. In particolare: 
- Divisione Banca Popolare di Verona, articolata nelle due direzioni 
territoriali Banca Popolare di Verona e Banco S.Geminiano e S.Prospero; 
- Divisione Banca Popolare di Lodi, articolata nelle due direzioni territoriali 
Banca Popolare di Lodi e Cassa di Risparmio di Lucca Pisa Livorno; 
- Divisione Banca Popolare di Novara, suddivisa nelle due direzioni 
territoriali Banca Popolare di Novara e Centro-Sud; 
- Divisione Credito Bergamasco che, pur mantenendo l'autonomia giuridica 
e lo status di società quotata, svolge l'azione commerciale in coordinamento 
con la Direzione Commerciale del Banco Popolare e ha anch'essa una 
                                                          
10 BRUNO E.,“Strategie competitive per la riqualificazione dei modelli organizzativi e di business nelle 
banche” (2012), pagg. 48,49. 
 
11 BRUNO E. ,“Economia delle gestioni bancarie” (materiale didattico), A.A. 2011-12, pag.267 
 





direzione territoriale la cui nomina è sottoposta all'approvazione del 
Consiglio di Amministrazione del Credito Bergamasco12. 
La divisionalizzazione per prodotti prevede business units specializzate nello 
sviluppo, nella realizzazione ed erogazione di ben definite tipologie di prodotti o 
servizi finanziari. Lo stesso Gruppo Banco Popolare opera con specifiche “società-
prodotto”: un esempio è Banca Aletti, che svolge attività specializzata 
nell’ideazione di prodotti e servizi di intermediazione, asset management, 
investment banking e banca-assicurazione. Anche nel Gruppo Montepaschi è 
presente una solida struttura di produzione, costituita da società dedicate allo 
sviluppo di strumenti finanziari specialistici da offrire al mercato, quali MPS 
Fiduciaria, MPS Leasing e Factoring e MPS Capital Services; quest’ultima è la 
banca d’affari del gruppo ed è impegnata nei settori tipici del corporate & 
investment banking. 
Con riguardo alla divisonalizzazione per segmenti di clientela, le business units 
sono focalizzate su specifici target di mercato, con lo scopo di generare processi 
produttivi e distributivi caratterizzati da uno spiccato orientamento alle esigenze 
dei diversi segmenti (retail, corporate, small business, private, istitutional). È 
proprio in tale tipologia di struttura organizzativa che l’attività di corporate 
banking può essere svolta al meglio, grazie alla costituzione di una specifica 
divisione corporate con autonomia operativa e piena responsabilità gestionale ed 
economica. È questo il caso dei gruppi Intesa Sanpaolo e Unicredit, nei quali è 
presente una specifica divisione Corporate e Investment Banking. Nel Gruppo 
Intesa rientra in questa divisione la banca d’affari IMI che si propone come partner 
per imprese, pubblica amministrazione e istituzioni finanziarie nelle attività di 
capital markets, investment banking e market making. 
Come già precedentemente esposto, nella realtà è raro trovare gruppi strutturati 
secondo le configurazioni “pure” sopra elencate. È già stata fatta menzione della 
presenza di società-prodotto all’interno del Gruppo Banco Popolare, nonostante lo 
                                                          
12 Fonte: www.bancopopolare.it 
   





stesso si avvicini di più a un modello divisionale per area geografica. Peculiare è 
il caso di Intesa Sanpaolo: oltre alle business units che si occupano di prodotti e 
servizi dedicati a particolari target di clientela, vi sono le Divisione Banca dei 
Territori e Banche Estere che sottintendono una divisionalizzazione per area 
geografica e quella Insurance che si occupa nello specifico di prodotti assicurativi 
e previdenziali13. 
 
                                                          
13 Si veda, al riguardo, la Figura 1. 
 
Figura 1 organigramma del Gruppo Intesa Sanpaolo aggiornato al 16 maggio 2016 
(www.group.intesasanpaolo.com) 
 





Analogamente, anche nel gruppo Unicredit si hanno divisioni competenti su 
specifici ambiti territoriali; nello specifico: Italy, Central and Eastern Europe 
(CEE) e Austria, Poland e Germany14. 
Un’ulteriore configurazione possibile è rappresentata dal modello federale, tramite 
il quale le banche procedono a un processo di aggregazione che consente di 
beneficiare di economie di scala, ma allo stesso tempo preservare il valore 
rappresentato dal rapporto di clientela detenuto nel proprio mercato geografico di 
elezione. La capogruppo assicura un governo unitario, possiede elevata capacità di 
indirizzo, coordinamento e controllo e si occupa della gestione accentrata di alcuni 
processi15. A valle si posizionano le società prodotto, le banche federate e le società 
                                                          
14 Si veda, al riguardo, la Figura 2. 
 
15 Finanza e tesoreria, pianificazione e controllo, gestione dei rischi. 
 
Figura 2 Organigramma Gruppo Unicredit aggiornato al primo settembre 2016 (www.unicreditgroup.eu) 
 
   





strumentali quali, rispettivamente, organismi di produzione, distribuzione e 
supporto. 
È questo il caso del Gruppo Ubi Banca, che definisce il proprio come un modello 
federale, polifunzionale e integrato, caratterizzato da una Capogruppo che accentra 
le funzioni di governo, controllo, coordinamento e supporto, più sette Banche Rete, 
incaricate dei rapporti con il territorio storico di riferimento, e una numerosa 
gamma di società-prodotto16. 
 
1.2.2 Profili organizzativi delle principali banche d’affari italiane 
Nell’analisi delle strutture organizzative dei principali gruppi bancari italiani è 
stato possibile notare come all’interno degli stessi vi siano delle banche d’affari. 
In particolare sono state menzionate: MPS Capital Services, Banca IMI, e Banca 
Aletti. Sarà oggetto di questo paragrafo anche Mediobanca, considerata la banca 
d’affari più grande d’Italia. Sono notevoli le analogie presenti nelle attività di cui 
si caratterizzano questi intermediari, ma anche le relative peculiarità.  
MPS Capital Services e Banca Imi si caratterizzano quali banche d’affari in senso 
stretto, essendo impegnate in tutte le attività esposte nel paragrafo 1.2. 
Naturalmente il modo in cui esse vengono suddivise all’interno di specifiche 
business units è differente: in MPS Capital Services vi sono tre linee di business – 
Corporate Finance, Global Markets e Investment Banking – accompagnate dalla 
struttura commerciale che fa capo alla Direzione Sales e Financial Solution e da 
quelle operative composte dalle Direzioni Crediti e Operation17; in Banca IMI vi 
sono invece due business units: Global Markets e Corporate & Strategic Finance 
che racchiudono, ognuna secondo il ramo di competenza, i servizi di consulenza 
specialistica sulla gestione dei rischi finanziari, l’attività di trading e l’offerta di 
                                                          
16 www.ubibanca.it, informazioni aggiornate al 21 novembre 2016. 
 
17 www.mpscapitalservices.it. Si veda in Figura 3 l’organigramma di MPS Capital Services. 
 
 





prodotti e servizi riguardanti: operazioni di M&A, mercato primario azionario e 
obbligazionario e finanza strutturata18. 
Banca Aletti offre, invece, anche servizi di private banking oltre a quelli tipici di 
una banca d’affari, prevedendo una costante e virtuosa integrazione tra queste 
attività all’interno di una medesima realtà operativa19. Con la fusione tra il Gruppo 
Banco Popolare e la Banca Popolare di Milano, tuttavia, verranno ridisegnati i ruoli 
di Banca Aletti: essa si dedicherà esclusivamente al private banking, mentre 
l’unica corporate & investment bank del nuovo gruppo sarà Banca Akros20. 





20 Fonte: www.firstonline.info, articolo “Bpm-Banco Popolare: a Banca Akros il corporate e l'investment,  
ad Aletti il private” del 19 agosto 2016. 
 
Figura 3. Struttura organizzativa di MPS Capital Services (http://www.mpscapitalservices.it/) 
 
   





Mediobanca è a capo dell’omonimo gruppo specializzato nei servizi di corporate 
& investment banking, consumer banking e retail banking. Con riguardo al credito 
al consumo, la banca che apporta maggior valore è Compass, mentre la banca retail 
di riferimento è CheBanca!. Il corporate & investment banking è suddiviso in due 
aree di attività: Wholesale Banking e Private Banking; il primo racchiude le attività 
tipiche di corporate finance e capital markets, mentre i servizi alla clientela private 
sono svolti da Compagnie Monègasque de Banque e Banca Esperia. L’importanza 
che tale settore ha nel gruppo Mediobanca è testimoniato dall’ammontare di ricavi 
che ha generato nel 2015, pari al 37% del totale dei ricavi aggregati.21
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2.1 Governo societario e controlli. Introduzione    
Quella che comprende la Corporate Governance e il Sistema dei Controlli Interni 
è una materia che nel corso del tempo ha subito un progressivo allargamento dei 
propri ambiti di competenza. A ben vedere, tale tematica è analizzabile da più punti 
di vista: sotto l’ottica di vigilanza prudenziale, il SCI concorre al presidio della 
sana e prudente gestione22 della banca; dal lato manageriale, invece, si configura 
come uno strumento della gestione, al servizio del management, per la creazione 
di valore23. 
                                                          
22 La sana e prudente e gestione è uno dei principi cardine della vigilanza contenuti nell’art. 5 del T.U.B., 
assieme alla stabilità complessiva, all’efficienza e competitività del sistema finanziario e all’osservanza 
delle disposizioni in materia creditizia. FAZIO, in “Concorrenza e mercato” (1995) definisce “sana” «una 
gestione che si ispiri a criteri di piena efficienza funzionale, perseguendo il profitto in base a decisioni 
indipendenti da interessi estranei all’impresa bancaria e conformi a canoni di correttezza». La “prudenza”, 
secondo l’autore, «va invece ricercata nella particolare avversione al rischio che deve caratterizzare la 
condotta di chi, direttamente o indirettamente, impegna nell’attività di impresa non solo il proprio 
capitale, ma soprattutto la disponibilità dei risparmiatori». 
 
23 PESIC V, “Il sistema dei controlli interni nella banca. Obiettivi manageriali ed esigenze di vigilanza per il 
governo dei rischi” (2009), pagg. 9-11 
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La trattazione non può prescindere dall’analisi di entrambe le dimensioni del 
Sistema dei Controlli Interni, così come non può omettere di considerare il 
contesto ambientale di riferimento. 
È necessario distinguere i fattori caratterizzanti il Sistema in due categorie: interni 
ed esterni. Con riferimento ai primi si annoverano le strategie e il business 
aziendale; al di fuori del “recinto” dell’organizzazione si trovano l’ambiente e le 
prescrizioni normative. 
Viene così a configurarsi un paradigma ambiente-regolamentazione-
organizzazione dentro al quale si configura e si evolve costantemente, in un’ottica 
di miglioramento continuo, il controllo interno. 
È obiettivo dell’autore illustrare la materia senza scinderla dalle dimensioni sopra 
citate, ma considerandola come un unicum. Ciò non significa privilegiare l’una o 
l’altra “anima” del Sistema dei Controlli Interni, bensì capirne meglio le relative 
interdipedenze.  
 
2.2 l’importanza della Corporate Governance e del Sistema dei Controlli 
Interni nelle banche d’affari       
Come citato nel paragrafo precedente è fondamentale analizzare l’ambiente di 
riferimento dell’azienda. Nel caso delle banche d’affari, fortemente attive sui 
capital markets, risulta necessario tenere conto delle turbolenze finanziarie che 
hanno coinvolto i mercati e che hanno messo alla prova la capacità delle banche 
stesse di gestire efficacemente le diverse tipologie di rischi e reagire 
tempestivamente a situazioni di criticità.  
Si evidenzia, in questo contesto, il valore strategico di un buon management e di 
un sistema dei controlli efficiente. Le funzioni di gestione e di controllo devono 
essere capaci di cogliere tutti i rischi connessi all’operatività svolta, valutandone 
interrelazioni e sinergie. In particolare è necessario che i vertici aziendali siano 
consapevoli delle specifiche tipologie di rischi insiti nell’attività della banca, che 
 





il SCI si articoli in funzioni indipendenti e aggiornate all’evolversi della stessa, e 
che vi siano flussi informativi completi e tempestivamente rivolti agli organi di 
amministrazione e controllo24.  
L’attività tipica di una banca d’affari comporta un maggior grado di 
specializzazione di risorse, strutture, strumentazioni e metodologie rispetto a una 
commerciale. Data l’importanza delle operazioni in cui è coinvolta e del target di 
clientela, è maggiore l’esposizione a rischi legali e di compliance, nonché 
l’attenzione ad aspetti di natura quantitativa. Con riguardo a quest’ultimo aspetto 
si evidenzia la necessità di una funzione di risk management che sia 
particolarmente evoluta e capace di valutare e gestire in maniera idonea rischi 
derivanti da operazioni difficilmente standardizzabili. 
 
2.3 Corporate Governance. Definizione  
Sono stati fino a qui menzionati, senza averne dato un’opportuna definizione, i 
concetti di governo societario e di controlli interni. Per quanto siano aspetti solo 
apparentemente distinti, in quanto integrati e concorrenti simultaneamente al buon 
funzionamento dell’impresa, è giunto il momento di entrare nel dettaglio di 
ciascuno.  
La Corporate Governance si può definire come «l’insieme di regole in base alle 
quali nell’impresa si determinano gli obiettivi, si governano le relazioni tra 
manager, azionisti e gli altri stakeholder e si controllano performance e operatività; 
in altre parole, le regole con cui si governa, si gestisce e si controlla un’azienda»25. 
È l’insieme delle discipline di indirizzo e gestione di un’organizzazione.  
Una buona governance consente il presidio efficace di rischi e conflitti di interesse, 
garantisce il raggiungimento degli obiettivi di compliance, definisce la 
                                                          
24 TARANTOLA, “Il sistema dei controlli interni nella governance bancaria”(2008), pagg 6-8. 
 
25Definizione contenuta in TARANTOLA (2008), “Il Sistema dei controlli interni nella governance bancaria”. 
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distribuzione di diritti e responsabilità all’interno della società. Di fatto è 
necessaria per raggiungere la finalità ultima della sana e prudente gestione. 
Prima di entrare nel dettaglio dei possibili modelli di governance, è opportuno far 
notare come essi siano da intendersi come sistemi multidivisionali: in primo luogo 
si rivolgono all’interno dell’organizzazione (internal governance), creando quella 
struttura attraverso cui vengono fissati gli obiettivi della società, determinati i 
mezzi per raggiungerli, definiti i compiti e le responsabilità degli organi aziendali, 
predisposti gli opportuni flussi informativi e controllati i risultati conseguiti26; 
d’altro canto, verso l’esterno, si punta a garantire le dovute trasparency e 
disclosure, regolamentando i rapporti con i vari stakeholders e le modalità di 
gestione e controllo della banca27. 
L’idea di una metodologia multidimensionale fu introdotta dalla Balanced 
Scorecard elaborata da Robert Kaplan e David Norton28: essa, basata su una forte 
matrice di controllo strategico che prende in considerazione in modo interattivo 
tutte le aree aziendali, si estrinseca in quattro dimensioni: la prospettiva della 
performance economico-finanziaria, quella del cliente, quella della gestione dei 
processi e quella di sviluppo futuro. È il consiglio di amministrazione ad avere la 
responsabilità dell’elaborazione delle strategie aziendali per il raggiungimento 





                                                          
26 Tarantola (2008) 
 
27 ANOLLI M., RAJOLA F. “Il rischio di reputazione e di non conformità. Strumenti per la governance e la 
gestione operativa.” (2010) pag. 161. 
 
28 KAPLAN R., NORTON D: (1992), “The Balanced Scorecard. The measure that drive performance” in 
Harward Business Review. 
 
 





2.3.1 Modelli di Corporate Governance  
Per quanto riguarda i modelli attuabili nel nostro ordinamento, in ottemperanza 
alla Riforma del diritto societario del 2003, la banca può adottare il modello di 
amministrazione e controllo che meglio si adatta alla propria operatività.29 
La scelta è funzione di una serie di variabili esogene ed endogene, quali la 
disciplina del mercato, la normativa in tema di procedure fallimentari, la struttura 
proprietaria, le dimensioni e la complessità operativa, gli obiettivi strategici e la 
struttura organizzativa dell’eventuale gruppo di appartenenza.30 
Il modello tradizionale prevede un consiglio di amministrazione, cui spettano 
funzioni di supervisione strategica e di gestione dell’impresa e che può delegare 
alcune attribuzioni a un comitato esecutivo composto da alcuni suoi membri, e un 
collegio sindacale con funzioni di vigilanza sull’osservanza delle regole statutarie 
e sul rispetto dei principi di adeguatezza organizzativa, amministrativa e contabile. 
È l’assemblea a nominare l’uno e l’altro organo, mentre spetta al CdA l’eventuale 
individuazione del revisore (o società di revisione), sentito il parere del collegio 
sindacale. 
 
                                                          
29 D.Lgs. n. 6/2003. Le alternative nella scelta del modello di amministrazione e controllo della società 
sono il Sistema Tradizionale, il Sistema Dualistico tedesco e il Sistema Monistico di derivazione 
anglossassone. 
 
30 CENDERELLI E., BRUNO  E.“La Banca. Aspetti normativi e gestionali”, pag.122. 
Figura 4 rappresentazione grafica del sistema tradizionale (elaborazione dell'autore) 
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Il sistema dualistico si articola su due organismi: il consiglio di gestione (nominato 
dall’assemblea dei soci), cui spettano funzioni di gestione e il consiglio di 
sorveglianza, con funzioni di supervisione strategica, di controllo e di 
nomina/revoca dei membri del consiglio di gestione. È l’assemblea a nominare il 
soggetto revisore, sentito il parere del consiglio di sorveglianza. 
 
Figura 5 Rappresentazione del sistema dualistico (elaborazione dell'autore) 
 
Il sistema monistico, adottato da istituzioni con limitato numero di stakeholders, 
prevede la presenza di un unico organo collegiale, il C.d.A. (nominato 
dall’assemblea), articolato, nel suo interno, da un comitato di controllo sulla 
gestione, che di fatto svolge le medesime funzioni del Collegio Sindacale nel 
modello tradizionale. L’organo revisore è nominato dall’assemblea, sentito il 
comitato. Il modello monistico è considerato il meno garantista in quanto si ha una 
minore imparzialità dei controlli, essendo i controllori nominati dai controllati, 
almeno che lo statuto non disponga diversamente31. 
                                                          
31 ANOLLI M., RAJOLA F. “Il rischio di reputazione e di non conformità. Strumenti per la governance e la 
gestione operativa.” (2010) pag. 166. 
 
 






Figura 6 Rappresentazione del sistema monistico (elaborazione dell'autore) 
 
La figura 7 mostra, in sintesi, gli organi e le modalità di nomina dei tre modelli. 
 
Figura 7 Meccanismi di nomina nei diversi sistemi di governance. Fonte: ANOLLI M., RAJOLA F. “Il rischio di 
reputazione e di non conformità. Strumenti per la governance e la gestione operativa.” (2010) 
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Dopo la Riforma entrata in vigore nel 2004, non si è assistito a un notevole numero 
di modifiche del sistema di amministrazione e controllo da parte delle società 
quotate italiane, avendo la maggior parte di esse continuato a optare per il modello 
tradizionale. Il passaggio al sistema dualistico si è verificato inizialmente in quattro 
banche, di cui tre impegnate contestualmente in operazioni di aggregazione. Si fa 
riferimento alle fusioni tra Intesa e Sanpaolo IMI32, tra Banca Popolare di Verona 
e Novara e Banca Popolare Italiana33 e tra Banche Popolari Unite e Banca 
Lombarda34, che hanno rispettivamente generato i gruppi Intesa Sanpaolo, Banco 
Popolare e Ubi Banca. 
Il quarto caso di passaggio al sistema dualistico è quello di Mediobanca35; anche 
in questa circostanza, tuttavia, vi era una fusione “sullo sfondo” e, in particolare, 
quella tra i suoi due maggiori soci: Unicredito e Capitalia36. Evidentemente la 
presenza di un doppio consiglio (di gestione e di sorveglianza), con annessa 
“duplicazione delle poltrone”, facilita le operazioni di aggregazione tra banche. 
Tra i vantaggi attribuibili al sistema dualistico si ha la netta distinzione che si 
realizza tra proprietà e management, per mezzo dello spostamento di alcune 
competenze dall’assemblea dei soci al consiglio di sorveglianza37. Naturalmente, 
essendo quest’ultimo costituito da rappresentanti degli azionisti, il vantaggio di 
questa separazione si ha solo mediante una composizione adeguata dello stesso, la 
                                                          
32 Entrata in vigore del modello dualistico e della fusione coincidono: 01/01/2007. 
 
33 Entrata in vigore del modello dualistico e della fusione coincidono: 01/07/2007. 
    
34 Entrata in vigore del modello dualistico e della fusione coincidono: 01/04/2007. 
 
35 Il modello dualistico è entrato in vigore il 02/07/2007. 
 
36 BROGI M., “Il sistema dualistico per la governance di banche e assicurazioni”, gennaio 2008, working 
paper CAREFIN, Università Bocconi. 
 
37 Si fa riferimento a: approvazione del bilancio; nomina, revoca e sostituzione degli amministratori 









quale non sia solo espressione degli azionisti più forti, ma anche di altri soggetti, 
a partire dagli investitori istituzionali38. 
Per contro, nel sistema dualistico si concretizza una minor distinzione tra gestione 
e controllo rispetto al modello tradizionale, potendo il consiglio di sorveglianza, ai 
sensi dell’art. 2409-terdecies comma 1 del Codice Civile e se previsto dallo statuto, 
deliberare in ordine alle operazioni strategiche e ai piani industriali e finanziari 
della società predisposti dal consiglio di gestione39. Per evitare l’interferenza del 
consiglio di sorveglianza nella gestione della società, le Disposizioni di Banca 
d’Italia prevedono che «compiti e poteri di amministrazione e di controllo devono 
essere ripartiti in modo chiaro ed equilibrato tra i diversi organi»40.  
Nel 2008 Mediobanca e nel 2016 Intesa Sanpaolo hanno abbandonato il sistema 
dualistico. Se nel primo caso si può parlare di bocciatura, dato il ritorno al modello 
tradizionale41, nel secondo è più lecito intendere la modifica come un passaggio 
evolutivo che ha portato all’attuazione di un sistema monistico. Data l’efficienza 
e l’efficacia dell’esercizio in contemporanea delle funzioni di supervisione 
strategica e controllo avvenuto nel sistema dualistico, la banca ha optato per un 
modello in cui l’organo di controllo (comitato per il controllo interno) si colloca 
all’interno di un consiglio di amministrazione che svolge contemporaneamente 
compiti di supervisione strategica e gestione. I vantaggi auspicati sono: un rapporto 
più diretto tra chi determina gli indirizzi strategici e chi li deve attuare e 
l’immediatezza nella circolazione delle informazioni, con conseguenti risparmi di 
tempi e di costi42. 
                                                          
38 ORIOLO C., “La criticità del sistema dualistico nella corporate governance”, 25 febbraio 2008, 
Magistra, rivista di diritto bancario e finanziario. 
 
39 “Diritto delle società” [Manuale Breve], 2012, pag.254 
 
40 Circolare n.285/2013, Titolo IV, Capitolo 1, Sezione III.1. 
 
41 Il ritorno al sistema tradizionale, seppure con modifiche rispetto a quello precedente, è avvenuto 
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È stato fatto riferimento ai diversi modelli di governance attuabili, tuttavia Banca 
d’Italia non classifica le forme di governo societario come il nostro ordinamento 
civilistico, ma individua gli organi in base alle loro funzioni, indipendentemente 
dal sistema di amministrazione e controllo adottato43. In particolare: 
- organo con funzione di supervisione strategica: è «l’organo nel quale si 
concentrano le funzioni di indirizzo e/o di supervisione della gestione 
sociale»; 
- organo con funzione di gestione: è «l’organo aziendale o i componenti di 
esso ai quali spettano o sono delegati compiti di gestione, ossia l’attuazione 
degli indirizzi deliberati nell’esercizio della funzione di supervisione 
strategica»; il direttore generale rappresenta il vertice della struttura interna 
e come tale partecipa alla funzione di gestione; 
- organo con funzione di controllo: a seconda del modello di amministrazione 
e controllo, il collegio sindacale, il consiglio di sorveglianza o il comitato 
per il controllo sulla gestione44.   
Si rimanda ai paragrafi successivi la descrizione  il ruolo che ciascuno di questi 
“organi aziendali45” svolge all’interno del Sistema dei Controlli Interni46. 
                                                          
43 Si fa riferimento alla Circolare n. 285 del 17 dicembre 2013, “Disposizioni di vigilanza per le banche”, la 
quale raccoglie le disposizioni di vigilanza prudenziale applicabili a banche e gruppi bancari, riviste e 
aggiornate per adeguare la normativa interna alle novità intervenute nel quadro regolamentare 
internazionale e per tener conto delle esigenze emerse nell’esercizio della vigilanza sulle banche e su altri 
intermediari. Inoltre riordina le vigenti disposizioni di vigilanza per le banche nelle aree rimesse alla 
potestà regolamentare secondaria della Banca d’Italia, raccogliendo in un solo fascicolo le disposizioni 
contenute in una molteplicità di sedi, fra cui in particolare la Circolare n. 263 del 27 dicembre 2006 Nuove 
disposizioni di vigilanza per le banche, la Circolare n. 229 del 21 aprile 1999 Istruzioni di Vigilanza per le 
banche, altre disposizioni rilevanti non incorporate in Circolari. 
 
44 Definizioni contenute nella Circolare n.285/2013, Titolo IV, Capitolo 1, Sezione I.3. 
 
45 La Circolare 285/2013 definisce gli organi aziendali come «il complesso degli organi con funzioni di 
supervisione strategica, di gestione e di controllo. La funzione di supervisione strategica e quella di 
gestione attengono, unitariamente, alla gestione dell’impresa e possono quindi essere incardinate nello 
stesso organo aziendale. Nei sistemi dualistico e monistico, in conformità delle previsioni legislative, 
l’organo con funzione di controllo può svolgere anche quella di supervisione strategica». 
 
46 Alle banche che prestano attività e servizi di investimento si applicano anche le disposizioni contenute 
nel Regolamento Congiunto di Banca d’Italia e Consob del 29 ottobre 2007, come successivamente 
 





2.4 Sistema dei Controlli Interni. Aspetti generali 
In materia di controlli interni, le banche devono rispettare un insieme di regole 
dettate dalla normativa comunitaria e nazionale. Si fa riferimento a quelle definite 
dal Comitato di Basilea, dalla direttiva Mifid e dalle disposizioni di Banca d’Italia. 
Quest’ultima, nella Circolare n.285/2013, definisce il Sistema dei Controlli Interni 
come «l’insieme delle regole, delle funzioni, delle strutture, delle risorse, dei 
processi e delle procedure che mirano ad assicurare, nel rispetto della sana e 
prudente gestione, il conseguimento delle seguenti finalità:  
- verifica dell’attuazione delle strategie e delle politiche aziendali;  
- contenimento del rischio entro i limiti indicati nel quadro di riferimento per 
la determinazione della propensione al rischio della banca (Risk Appetite 
Framework - “RAF”47)  
- salvaguardia del valore delle attività e protezione dalle perdite;  
- efficacia ed efficienza dei processi aziendali;  
- affidabilità e sicurezza delle informazioni aziendali e delle procedure 
informatiche; 
- prevenzione del rischio che la banca sia coinvolta, anche involontariamente, 
in attività illecite (con particolare riferimento a quelle connesse con il 
riciclaggio, l’usura ed il finanziamento al terrorismo);  
- conformità delle operazioni con la legge e la normativa di vigilanza, nonché 
con le politiche, i regolamenti e le procedure interne»48.  
                                                          
modificato e integrato, in materia di organizzazione e procedure degli intermediari che prestano servizi di 
investimento o di gestione collettiva del risparmio.   
 
47 “risk appetite framerwork” – “RAF” (sistema degli obiettivi di rischio): il quadro di riferimento che 
definisce – in coerenza con il massimo rischio assumibile, il business model e il piano strategico – la 
propensione al rischio, le soglie di tolleranza, i limiti di rischio, le politiche di governo dei rischi, i processi 
di riferimento necessari per definirli e attuarli (cfr. Allegato C della Circolare 285).  
 
48 Definizione contenuta nella Circolare n.285/2013, Titolo IV, Capitolo 3, Sezione I.6. 
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Il Sistema dei Controlli Interni coinvolge tutta l’organizzazione, a partire dagli 
organi aziendali, di cui a breve saranno descritti i ruoli, fino ad arrivare al 
personale.  
Negli ultimi decenni, la materia dei controlli interni ha assunto notevole rilevanza 
anche in ambito accademico e operativo. Un grande contributo in tal senso è stato 
fornito dal cosiddetto CoSo Report, il documento che sintetizza i risultati di un 
progetto statunitense commissionato dalla Treasdway Commission del Committee 
of Sponsoring Organization (CoSO)49 alla Coopers & Lybrand Usa, allo scopo di 
definire un nuovo modello di sistema di controllo interno. Al documento in 
questione si sono ispirati poi gruppi di studio in altri paesi, quali Francia, Canada 
e Gran Bretagna; inoltre la definizione di controllo interno ivi contenuta è stata 
recepita dagli standard dell’Institute of Internal Auditors americano. 
Particolarmente rilevante è l’influenza che tale documento ha avuto in ambito 
normativo essendo stato recepito dal Comitato di Basilea e avendo influito, se pur 
con i dovuti limiti, sulle disposizioni emanate da Banca d’Italia50. 
Ancora una volta si evidenzia dunque come esigenze operative e di vigilanza siano 
strettamente interconnesse. 
Secondo il modello proposto dal Report, le componenti di cui si articola il SCI 
sono cinque: 
1. ambiente di controllo; 
2. valutazione dei rischi; 
3. attività di controllo; 
4. informazioni e comunicazioni; 
                                                          
49 Il CoSO è un’ organizzazione privata che si dedica allo sviluppo di frameworks e linee guida in materia 
di controlli interni. È nata nel 1985 per sponsorizzare la National Commission on Fraudolent Financial 
Reporting (nota come Treadway Commission) ed è composta da cinque associazioni: American Accounting 
Association, American Institute of Certified Public Accountants, Financial Executives International, 
Institute of Internal Auditors e National Association of Accountants. 
 
50 PESIC V, “Il sistema dei controlli interni nella banca. Obiettivi manageriali ed esigenze di vigilanza per il 
governo dei rischi” (2009), pagg. 35,36 
 
 






Con “ambiente di controllo” ci si riferisce alla formalizzazione di ruoli, 
responsabilità, limiti operativi e deleghe finalizzati a garantire trasparenza e 
rispetto dei principi di sana e prudente gestione. L’ambiente è influenzato da fattori 
quali l’integrità, i valori etici e la competenza del personale. 
La seconda componente, quella della “valutazione dei rischi”, consiste 
nell’insieme delle attività connesse all’identificazione, valutazione, gestione e 
monitoraggio dei rischi, nonché alla definizione di politiche di gestione di essi. 
Questo ambito del controllo interno ha assunto sempre di più maggior rilievo negli 
ultimi anni. In risposta alla crisi finanziaria, infatti, gli Accordi di Basilea 3 sono 
volti a migliorare la gestione del rischio da parte delle banche. Lo stesso CoSo ha 
elaborato il modello Enterprice Risk Management, quale evoluzione del Report: le 
linee innovative rispetto a quest’ultimo riguardano totalmente la valutazione dei 
rischi. Quest’ultima, infatti, è stata suddivisa in: definizione degli obiettivi, 
identificazione degli eventi, valutazione del rischio e risposta al rischio. Si 
configura così un sistema di governo dell’impresa caratterizzato da un controllo 
interno fortemente orientato sul tema della gestione del rischio aziendale51. 
Le “attività di controllo” possono essere definite come il complesso di regole e 
strumenti che le singole funzioni aziendali adottano per un adeguato processo di 
controllo e governo delle attività. In tal senso è necessaria una separazione tra 
funzioni di business e di controllo per evitare conflitti d’interesse. 
Con “informazioni e comunicazioni” si fa riferimento all’insieme dei meccanismi 
atti a identificare, raccogliere e diffondere informazioni nella forma e nei tempi 
tali da consentire a ogni funzione di adempiere le proprie responsabilità. I sistemi 
informativi devono assicurare l’assolvimento degli obblighi imposti dalle 
disposizioni di legge e dalla normativa interna. 
                                                          
51 Si rimanda al paragrafo 2.9, “Evoluzione del Risk Management”. 
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L’ultima componente è il “monitoraggio”, termine che sta a indicare l’attività di 
supervisione continua e/o valutazioni periodiche diretta a valutare, nel tempo, la 
qualità della performance del sistema52. 
Il quadro regolamentare di riferimento individua diverse dimensioni del controllo 
interno, articolando lo stesso su tre livelli: 
- controlli di linea (c.d. “controlli di primo livello”), ossia quelli «diretti ad 
assicurare il corretto svolgimento delle operazioni ed effettuati dai 
responsabili delle stesse unità operative nell’ambito delle attività di front-
office e back-office; sono controlli anche di natura reputazionale, che 
coinvolgono ogni operatore, se possibile sono incorporati in procedure 
informatiche»; 
- controlli sui rischi e sulla conformità (c.d. “controlli di secondo livello”), 
cioè «quelli che hanno l’obiettivo di assicurare la corretta attuazione del 
processo di gestione dei rischi, il rispetto dei limiti operativi assegnate alle 
varie funzioni e la conformità dell’operatività aziendale alle norme, incluse 
quelle di autoregolamentzione». Si fa riferimento, in particolare, alle 
funzioni di Risk Management e Compliance53; 
- revisione interna (c.d. “controlli di terzo livello”), «volta a individuare 
violazioni di procedure e regolamentazione e a valutare periodicamente la 
completezza, adeguatezza, funzionalità e affidabilità del sistema dei 
controlli interni e del sistema informativo, con cadenza prefissata in 
relazione alla natura e all’intensità dei rischi. I controlli di terzo livello sono 
indipendenti, non risentendo di condizionamenti gerarchici»54. 
                                                          
52COSO, “Internal Control – Integrated Framework”, (2013)  
 
53 Introdotta con Direttiva 2006/73/CE (MiFid), art.6 e con Basilea II (Cfr. BASEL COMMITTEE ON BANKING 
SUPERVISION, Compliance and the Compliance Function in Banks, aprile 2005). La direttiva, in linea con i 
principi esposti da Basilea 2, delinea le caratteristiche di questa funzione, riprese poi nelle Disposizioni di 
vigilanza emanate da Banca d’Italia nel luglio 2007 e nel Regolamento Congiunto Consob/Banca d’Italia. 
 
54 Definizioni contenute nella Circolare n.285/2013, Titolo IV, Capitolo 3, Sezione I.6 
 
 





Nei paragrafi successivi sarà analizzato in primo luogo il ruolo degli organi 
aziendali all’interno del sistema dei controlli interni, facendo riferimento anche 
all’organismo di vigilanza ex d.lgs n.231/2001. Successivamente si entrerà nel 
merito delle funzioni aziendali di controllo, partendo da quelle afferenti al secondo 
livello (compliance e risk management in particolare, ma anche funzioni 
antiriciclaggio e di convalida interna), per concludere con quella di revisione 
interna, attinente ai controlli di terza linea. 
 
2.5 Il ruolo degli organi aziendali nel Sistema dei Controlli Interni 
Nelle Disposizioni di vigilanza per le banche vengono individuati i ruoli degli 
organi con funzioni, rispettivamente, di supervisione strategica, gestione e 
controllo.  
Le Disposizioni evidenziano la centralità della sorveglianza da parte degli organi 
direttivi nella definizione: delle strategie e delle politiche di gestione del rischio; 
delle attività necessarie al conseguimento di tali obiettivi; delle attività di controllo. 
Il tutto indipendentemente dalla scelta del modello di amministrazione, la quale 
non modifica in alcun modo la logica complessiva del Sistema dei Controlli 
Interni55. 
Le indicazioni riportate nella normativa non esauriscono le cautele che possono 
essere adottate dai competenti organi aziendali nell’ambito della loro autonomia 
gestionale. 
 
2.6 Organo con funzione di supervisione strategica 
Ai fini delle Disposizioni di Banca d’Italia, l’organo con supervisione strategica 
definisce e approva: 
                                                          
55 CENDERELLI E., BRUNO E. “La Banca. Aspetti normativi e gestionali”, pag.124. 
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- il modello di business, comprendendo e gestendo i rischi connessi allo 
stesso; 
- gli indirizzi strategici, provvedendo al loro riesame periodico alla luce 
dell’evoluzione del contesto interno ed esterno alla banca; 
- gli obiettivi di rischio, entro una soglia di tolleranza, e le politiche di 
governo dei rischi; 
- le linee di indirizzo del SCI, in linea con gli indirizzi strategici e gli obiettivi 
di rischio di cui sopra; 
- i criteri per individuare le operazioni di maggior rilievo da sottoporre al 
vaglio preventivo della funzione di controllo dei rischi.56 
È evidente la funzione di indirizzo che l’organo ricopre all’interno del Sistema dei 
Controlli Interni, insieme al ruolo che esso ha nell’assicurare l’efficace gestione 
dei rischi e, in generale, l’adeguatezza, l’efficacia e l’effettivo funzionamento del 
sistema di controllo interno57. Nel far ciò verifica che l’organo con funzione di 
gestione definisca l’assetto dei controlli interni in coerenza con la propensione al 
                                                          
56 Circolare n.285/2013, Titolo 4, Capitolo 3, Sezione II. L’organo provvede anche ad approvare: 
a) la costituzione delle funzioni aziendali di controllo, i relativi compiti e responsabilità, le modalità 
di coordinamento e collaborazione, i flussi informativi tra tali funzioni e tra queste e gli organi 
aziendali;  
b) il processo di gestione del rischio e ne valuta la compatibilità con gli indirizzi strategici e le 
politiche di governo dei rischi;  
c) le politiche e i processi di valutazione delle attività aziendali, e, in particolare, degli strumenti 
finanziari, verificandone la costante adeguatezza; stabilisce altresì i limiti massimi all’esposizione 
della banca verso strumenti o prodotti finanziari di incerta o difficile valutazione;  
d) il processo per lo sviluppo e la convalida dei sistemi interni di misurazione dei rischi non utilizzati 
a fini regolamentari (1) (2) e ne valuta periodicamente il corretto funzionamento;  
e) il processo per l’approvazione di nuovi prodotti e servizi, l’avvio di nuove attività, l’inserimento 
in nuovi mercati;  
f) la politica aziendale in materia di esternalizzazione di funzioni aziendali (cfr. Sezioni IV e V);  
g) al fine di attenuare i rischi operativi e di reputazione della banca e favorire la diffusione di una 
cultura dei controlli interni, un codice etico cui sono tenuti a uniformarsi i componenti degli 
organi aziendali e i dipendenti. Il codice definisce i principi di condotta (ad es., regole 
deontologiche e regole da osservare nei rapporti con i clienti) a cui deve essere improntata 
l’attività aziendale;  
h) i sistemi interni di segnalazione delle violazioni, secondo quanto previsto dalla Sezione VIII. 
 
 
57 Le Disposizioni di Vigilanza prevedono che tutti gli organi aziendali concorrano ad assicurare il 
raggiungimento di tale obiettivo. 
 
 





rischio prescelta e che le funzioni aziendali di controllo, nel rispetto dei propri 
compiti e responsabilità, godano di autonomia e siano fornite di risorse adeguate. 
Inoltre, garantisce che vengano definiti un sistema informativo che sia corretto, 
completo e tempestivo58 e opportuni meccanismi di coordinamento tra le funzioni. 
Esamina le relazioni annuali predisposte dalle funzioni di controllo e, con 
riferimento a quello di terzo livello, approva, con cadenza almeno annuale, il 
programma di attività59. Esprime, inoltre, pareri preventivi non vincolanti sulle 
proposte di adeguamenti organizzativi e del personale della Direzione Internal 
Audit.60 
Essendo il controllo interno un processo che coinvolge tutta l’organizzazione, 
l’organo deve favorire il formarsi di una cultura e di un codice etico di riferimento 
per tutti i soggetti che intervengono nella banca, a partire dagli organi fino ad 
arrivare ai singoli dipendenti, in modo che ciascuno abbia ben chiaro il ruolo che 
svolge in questo processo.61  
 
2.6.1 Comitati interni all’organo con funzione di supervisione strategica 
L’organo con funzione di supervisione strategica costituisce al suo interno dei 
comitati. In questa sede si farà riferimento a quelli menzionati nel Codice di 
Autodisciplina e, in particolare, ai comitati per le nomine e per le remunerazioni e 
al comitato controllo e rischi. 
 
 
                                                          
58 BARAVELLI M., VIGANÒ A., “L’Internal audit nelle banche. Sistema dei controlli interni e linee di 
cambiamento nelle banche italiane” (2000), pag.51 
 
59 Si fa riferimento ai piani di audit annuale e pluriennale. 
 
60 CENDERELLI E., BRUNO  E.,“La Banca. Aspetti normativi e gestionali”, pag.125. 
 
61 PESIC V., “Il sistema dei controlli interni nella banca. Obiettivi manageriali ed esigenze di vigilanza per 
il governo dei rischi” (2009), pag. 57. 
CAPITOLO II – CORPORATE GOVERNANCE E SISTEMA DEI CONTROLLI 





Comitato per le nomine  
Il comitato per le nomine, composto, in maggioranza, da amministratori 
indipendenti, è chiamato a svolgere le seguenti funzioni: 
- formulare pareri in merito alla dimensione e composizione dell’organo con 
funzione di supervisione strategica; 
- esprimere raccomandazioni in merito a figure professionali la cui presenza 
all’interno dell’organo sia ritenuta opportuna; 
- proporre candidati alla carica di amministrazione nei casi di cooptazione, 
qualora si tratti di sostituire amministratori indipendenti; 
- nel caso l’organo valuti se adottare un piano per la successione degli 
amministratori esecutivi, l’istruttoria sulla predisposizione del piano è 
effettuata dal comitato per le nomine (o da altro comitato interno a ciò 
preposto). 
L’istituto di tale comitato nasce storicamente in sistemi caratterizzati da una forte 
dispersione dell’azionariato al fine di assicurare la dovuta indipendenza degli 
amministratori rispetto al management, tuttavia anche laddove vi sia una elevata 
concentrazione della proprietà il comitato svolge un utile ruolo consultivo e 
propositivo nell’individuazione della composizione ottimale dell’organo con 
funzione di supervisione strategica62. 
Comitato per la remunerazione 
Il comitato per la remunerazione è composto da amministratori indipendenti o, in 
alternativa, da amministratori non esecutivi in maggioranza indipendenti63. 
Almeno un componente deve possedere conoscenza ed esperienza in materia 
finanziaria o di politiche retributive. 
Le funzioni svolte dal comitato sono: 
                                                          
62 COMITATO PER LA CORPORATE GOVERNANCE, Codice di Autodisciplina, luglio 2015, art.5 
 
63 In tal caso, il presidente del comitato è scelto tra gli amministratori indipendenti. 
 
 





- valutazione periodica dell’adeguatezza, coerenza complessiva e concreta 
applicazione della politica per la remunerazione degli amministratori e dei 
dirigenti con responsabilità strategiche, definita dall’organo con funzione 
di supervisione strategica; 
- presentazione di proposte o pareri sulla remunerazione degli amministratori 
esecutivi e di quelli che ricoprono particolari cariche, nonché sulla 
fissazione degli obiettivi di performance correlati alla componente variabile 
di tale remunerazione64; 
- qualora intenda avvalersi di un consulente per ottenere informazioni sulle 
pratiche di mercato in materia di politiche retributive, il comitato è chiamato 
a verificare preventivamente che esso non si trovi in situazioni che ne 
compromettano l’indipendenza di giudizio65. 
Comitato controllo e rischi 
Il comitato è composto da amministratori indipendenti o, in alternativa, non 
esecutivi ma in maggioranza indipendenti. Almeno un componente deve possedere 
esperienza in materia contabile e finanziaria o di gestione dei rischi66. 
Il comitato è chiamato a: 
- valutare il corretto utilizzo dei principi contabili per il bilancio d’esercizio, 
in coordinamento con il dirigente preposto e previo parere del revisore 
legale e dell’organo con funzione di controllo; 
- esprimere pareri su specifici aspetti inerenti all’identificazione dei 
principali rischi aziendali; 
                                                          
64 Le remunerazioni degli amministratori sono caratterizzate da una componente fissa e una variabile 
adeguatamente bilanciate in funzione degli obiettivi strategici e della politica di gestione dei rischi 
dell’azienda; per quanto concerne la componente variabile sono previsti limiti massimi. 
 
65 Codice di Autodisciplina, art. 6 
 
66 Codice di Autodisciplina, art. 7.P.4 
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- esaminare le relazioni periodiche concernenti la valutazione del sistema di 
controllo interno, nonché quelle di particolare rilevanza predisposte dalla 
funzione di internal audit; 
- vigilare sull’autonomia, adeguatezza e sul grado di efficacia ed efficienza 
della funzione di internal audit; 
- riferire periodicamente all’organo con funzione di supervisione strategica 
sull’attività svolta e sull’adeguatezza del complessivo sistema di controllo 
interno67. 
È prevista, infine, la possibilità per il comitato di chiedere alla funzione di internal 
audit lo svolgimento di verifiche su specifiche aree operative, dandone contestuale 
comunicazione al presidente dell’organo con funzione di controllo68. 
 
2.7 Organo con funzione di gestione 
L’organo con funzione di gestione cura l’attuazione degli indirizzi strategici e delle 
politiche di governo dei rischi definiti da quello di supervisione strategica. È 
dunque responsabile per l’istituzione e il mantenimento di un efficace ed efficiente 
sistema dei controlli interni. 
Con riferimento al processo di gestione dei rischi: 
- stabilisce limiti operativi all’assunzione delle varie tipologie di rischio e 
limita l’affidamento sui rating esterni, assicurando che siano condotte 
adeguate analisi interne; 
- agevola lo sviluppo e la diffusione all’interno dell’organizzazione di una 
cultura del rischio, prevedendo programmi di formazione; 
- stabilisce la responsabilità delle strutture e delle funzioni aziendali 
coinvolte in tale processo; 
                                                          
67 CONSOB, GASBARRI G., “I controlli interni nelle società quotate. Gli assetti della disciplina italiana e i 
problemi aperti.”, settembre 2013, pagg. 46-48. 
 
68 Codice di Autodisciplina, art. 7.C.2 
 





- esamina le operazioni di maggio rilievo oggetto di parere negativo da parte 
della funzione di controllo dei rischi e, nel caso le autorizzasse, informa 
l’organo con funzione di supervisione strategia e l’organo con funzione di 
controllo; 
- cura l’attuazione del processo per approvare investimenti in nuovi prodotti, 
l’avvio di nuove attività o l’ingresso in nuovi mercati, dati i rischi connessi 
a queste operazioni.69 
Di fatto l’organo assicura la coerenza del processo di gestione dei rischi con quanto 
previsto dall’organo con funzione di supervisione strategica. Inoltre, garantisce 
una corretta, tempestiva e sicura gestione delle informazioni a fini contabili, 
gestionali e di reporting. 
 
2.8 Organo con funzione di controllo 
L’organo con funzione di controllo «vigila sull’osservanza delle norme di legge, 
regolamentari e statutarie, sulla corretta amministrazione, sull’adeguatezza degli 
assetti organizzativi e contabili della banca ed è parte integrante del complessivo 
sistema del controllo interno, avendo il compito di vigilarne la funzionalità.»70 
Con riferimento al ruolo e alle responsabilità che ricopre occorre evidenziare come 
il TUB, negli articoli 52 e seguenti, preveda uno stretto collegamento funzionale 
tra tale organo e la Banca d’Italia: il Collegio Sindacale71 deve informare senza 
indugio quest’ultima ogni volta che sia a conoscenza di fatti o atti che possano 
costituire irregolarità di gestione o violazione di norme disciplinanti l’attività 
bancaria72. È evidente il ruolo di sorveglianza attiva e incisiva che l’organo ha sui 
                                                          
69 Circolare n.285/2013, Titolo IV, Capitolo 3, Sezione II.2 
 
70 Circolare n.285/2013, Titolo IV, Capitolo 1, sezione III.3 
 
71 Nell’ambito di un sistema tradizionale, altrimenti consiglio di sorveglianza o comitato per il controllo 
sulla gestione nei casi, rispettivamente, di sistema dualistico o monistico. 
 
72 Art. 52 del TUB, comma 1. 
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vari settori della gestione, nonché sull’operato degli organi con funzione di 
supervisione strategica e di gestione73. 
L’organo è tenuto ad accertare l’efficacia di tutte le strutture e funzioni coinvolte 
nel SCI e l’adeguato coordinamento delle stesse, promuovendo interventi 
correttivi qualora rilevi delle irregolarità. Per far ciò necessita di adeguati flussi 
informativi, da parte degli altri organi aziendali e delle funzioni di controllo, per 
essere costantemente a conoscenza di specifiche situazioni o andamenti aziendali. 
È compito dell’organo di controllo anche vigilare sull’adeguatezza del sistema di 
gestione e controllo dei rischi. 
 
2.9 Organismo di vigilanza 
La figura dell’organismo di vigilanza è stata introdotta nell’ordinamento giuridico 
italiano dal d.lgs. n.231/2001. L’articolo 6 del decreto indica quali condizioni per 
l’esenzione della responsabilità amministrativa dell’impresa bancaria: 
- che sia stato adottato un modello di organizzazione, gestione e controllo 
idoneo a prevenire la commissione di reati della specie di quello 
verificatosi; 
- che l’efficace attuazione del modello sia stata affidata a un organismo 
dotato di autonomi poteri di iniziativa e controllo (per l’appunto, l’OdV); 
- che la persona fisica autrice del reato abbia eluso fraudolentemente tale 
attività di controllo senza che vi sia stata omessa o insufficiente vigilanza 
da parte dell’organismo di vigilanza74. 
Il ruolo dell’organismo è dunque quello di attuare efficacemente modelli 
organizzativi e vigilarne il funzionamento e l’osservanza. Nel far questo è 
chiamato a una duplice attività di verifica: da una parte controlla l’effettività del 
                                                          
73 CENDERELLI E., BRUNO E. “La Banca. Aspetti normativi e gestionali”, pag.126. 
 
74 D.lgs n.231/2001, art.6 
 
 





modello, ossia che i comportamenti adottati all’interno della società corrispondano 
con quanto indicato nel modello stesso; per altro verso, vigila sull’adeguatezza del 
medesimo, cioè sulla sua concreta idoneità a prevenire il verificarsi di 
comportamenti non desiderati. In tale attività «di iniziativa e controllo» rientra 
senza dubbio quella di carattere ispettivo, con il correlato compito di riferire agli 
organi sociali periodicamente l’esito delle verifiche effettuate e, tempestivamente, 
il rilievo di irregolarità75. Spetta, inoltre, all’OdV la responsabilità circa il 
mantenimento nel tempo dei requisiti di solidità e funzionalità del modello, nonché 
la cura del necessario aggiornamento in senso dinamico dello stesso, nell’ipotesi 
in cui le analisi operate rendano necessario effettuare correzioni ed adeguamenti.  
Data la delicatezza delle funzioni affidate all’organismo di vigilanza, le linee guida 
di Confindustria76 prevedono che esso garantisca, nel suo complesso, requisiti di 




                                                          
75 CONSOB, GASBARRI G., “I controlli interni nelle società quotate. Gli assetti della disciplina italiana e i 
problemi aperti.”, settembre 2013, pagg. 77-81 
 
76 Linee guida per la costituzione dei modelli di organizzazione, gestione e controllo ex d.lgs 231/2001, 
elaborate da Confindustria nel 2002 e approvate dal Ministero della giustizia nel 2004. Si fa riferimento 
al testo aggiornato a marzo 2014. 
 
77 Deve essere evitato che all’organismo di vigilanza complessivamente inteso siano affidati compiti 
operativi. Non deve esserci identità tra controllato e controllante, né ingerenze e condizionamenti di tipo 
economico o personale da parte degli organi di vertice. Occorre prevedere nel modello cause effettive di 
ineleggibilità e decadenza dal ruolo di membri dell’organismo di vigilanza, che garantiscano onorabilità, 
assenza di conflitti di interessi e di relazioni di parentela con gli organi sociali e con il vertice. 
 
78 Occorre nominare soggetti competenti in materia ispettiva e consulenziale, in grado di compiere attività 
di campionamento statistico, di analisi, valutazione e contenimento dei rischi, di elaborazione e 
valutazione dei questionari. È opportuno che almeno taluno tra i membri dell’Organismo di vigilanza abbia 
competenze giuridiche. 
 
79 È necessario predisporre una struttura dedicata all’attività di vigilanza sul modello e curare la 
documentazione dell’attività svolta 
 
CAPITOLO II – CORPORATE GOVERNANCE E SISTEMA DEI CONTROLLI 





2.10 Funzioni aziendali di controllo 
Il buon funzionamento del sistema dei controlli interni non si fonda solo sul buon 
operato degli organi aziendali, ma anche sulle relazioni che si instaurano tra essi e 
le diverse unità operative. È necessaria l’individuazione di flussi di controllo per 
ciascuna unità di business. Come già esposto precedentemente, le banche 
istituiscono funzioni aziendali di controllo permanenti e indipendenti, tenendo 
conto dei tre differenti livelli di controllo. Con riguardo a quelli di secondo livello, 
le funzioni di riferimento sono quella di conformità alle norme (compliance) e di 
controllo dei rischi (risk management), ma saranno descritte anche le funzioni 
antiriciclaggio e di convalida interna80, nonché la figura del dirigente preposto alla 
redazione dei documenti contabili; per quanto riguarda i controlli di terzo livello, 
ad essi attiene la funzione di revisione interna (internal audit). 
Per assicurare l’indipendenza di esse, tali funzioni dispongono dell’autorità, delle 
risorse e delle competenze necessarie per lo svolgimento dei propri compiti, 
nonché dell’accesso a dati aziendali o esterni necessari per adempiere agli stessi. 
I responsabili possiedono requisiti di professionalità adeguati e: sono collocati alle 
strette dipendenze dell’organo con funzione di supervisione strategica (sempre, per 
quanto riguarda l’internal audit) o di gestione, mentre non sono gerarchicamente 
subordinati ai responsabili delle aree operative sottoposte a controllo; sono 
nominati e revocati dall’organo con funzione di supervisione strategica, sentito 
l’organo con funzione di controllo; possono essere componenti dell’organo 
amministrativo, purché siano destinatari di specifiche deleghe in materia di 
controlli e non di altre deleghe che ne pregiudichino l’autonomia; riferiscono 
direttamente agli organi aziendali. 
Il personale che partecipa alle funzioni aziendali di controllo non è coinvolto in 
attività che esse sono chiamate a controllare. 
                                                          
80 La Circolare n.285/2013 non disciplina le funzioni antiriciclaggio e di convalida interna, ma rinvia a 
specifiche normative di settore. 
 
 





Le funzioni di controllo sono tra loro separate sotto il profilo organizzativo e i 
rispettivi ruoli e responsabilità sono formalizzati; se coerente col principio di 
proporzionalità81 e non riduttivo dell’efficacia del controllo, le banche possono 
affidare a un’unica struttura lo svolgimento delle funzioni di conformità e di 
controllo dei rischi, così come possono affidare quello delle funzioni aziendali di 
controllo all’esterno. Non è possibile, tuttavia, che le funzioni di compliance e risk 
management sano affidate a quella di internal audit; questo è necessario al fine di 
assicurare l’imparzialità delle verifiche che quest’ultima, periodicamente, effettua 
sulle prime82. 
Per quanto riguarda la programmazione delle attività di controllo, annualmente: 
- le funzioni di controllo di secondo livello presentano agli organi aziendali, 
ciascuna in base alle proprie competenze, un programma di attività che 
identifichi e valuti i principali rischi a cui la banca è esposta e determini i 
relativi interventi di gestione; 
- la funzione di revisione interna presenta agli organi aziendali un piano di 
audit, che indica le attività di controllo pianificate, tenuto conto dei rischi 
dei rischi delle varie attività e strutture aziendali. 
Con riferimento alla rendicontazione, al termine del ciclo gestionale, dunque con 
cadenza annuale, le funzioni di controllo: 
- presentano agli organi una relazione dell’attività svolta, che illustra le 
verifiche effettuate, i risultati emersi e gli interventi correttivi degli 
eventuali punti di debolezza riscontrati; 
- riferiscono, ciascuno in base alla propria competenza, in ordine alla 
completezza, adeguatezza, funzionalità e affidabilità del sistema dei 
controlli interni. 
                                                          
81 Principio per il quale le disposizioni devono essere commisurate alle caratteristiche, alle dimensioni e 
alla complessità dell’attività svolta dalla banca. 
 
82 Circolare n.285/2013, Titolo IV, Capitolo 3, Sezione III.1 
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In ogni caso, informano tempestivamente gli organi aziendali su ogni violazione o 
carenza rilevante riscontrate83. 
 
2.11 Funzione di conformità alle norme (compliance) 
La funzione di compliance è stata introdotta nel nostro ordinamento mediante il 
recepimento delle indicazioni del Comitato di Basilea e delle direttive MiFID e 
2006/73/CE.  
Le regole di Basilea 2 prevedevano che accanto ai requisiti patrimoniali minimi 
proporzionali ai rischi, si affiancasse un “Secondo Pilastro” costituito dall’obbligo 
per l’intermediario di valutare l’esistenza di altri rischi non presi in considerazione 
dai requisiti minimi, l’adeguatezza dell’apparato dei controlli nel fronteggiare gli 
stessi e l’eventuale necessità di mantenere un capitale superiore ai minimi per 
coprire il “rischio residuale”. La costituzione di una funzione di compliance è 
rivolta più specificatamente ai rischi legali84 e di reputazione85, essendo la stessa 
incaricata di verificare che in tutti i settori operativi della banca sia assicurato il 
rispetto di norme, interne ed esterne all’organizzazione, applicabili all’attività 
bancaria86. 
Nell’articolo “Compliance risk and the compliance function in banks”87, il 
Comitato di Basilea, in linea con la disciplina di Secondo Pilastro, ha dettato in 
maniera organica una serie di principi ai quali le banche sono invitate ad attenersi 
                                                          
83 Circolare n.285/2013, Titolo IV, Capitolo 3, Sezione III.2 
84 È “il rischio di perdite derivanti da violazioni di leggi o regolamenti, da responsabilità contrattuale o 
extra-contrattuale ovvero da altre controversie” (Banca d'Italia, Circolare n.263/2006). 
 
85È “il rischio attuale o prospettico di flessione degli utili o del capitale derivante da una percezione 
negativa dell'immagine della banca da parte di clienti, controparti, azionisti della banca, investitori o 
autorità di vigilanza” (Banca d'Italia, Circolare n.263/2006). 
 
86 G.CAROSIO, “La funzione di Compliance tra Basilea II e MiFID”, intervento nel III Incontro Compliance 
AICOM-Dexia Crediop, Roma, 21 settembre 2007. 
 









al fine di prevenire i rischi di conformità e raccomanda che la funzione di 
compliance sia in posizione di indipendenza all’interno dell’organizzazione88.  
La funzione di conformità, come già accennato, trova una sua disciplina anche 
nelle fonti comunitarie: in particolare nella direttiva 2004/39/CE “MiFid” relativa 
ai mercati degli strumenti finanziari e in quella di attuazione di “secondo livello” 
2006/73/CE relativa ai requisiti di organizzazione e alle condizioni di esercizio 
dell’attività delle imprese di investimento. Le norme in materia di compliance 
contenute nella MiFid sono rivolte a quegli intermediari, tra i quali le banche, attivi 
nella prestazione di servizi e attività di investimento. Anche in questo ambito si 
precisa la necessità che la funzione di compliance sia indipendente e che sia 
istituita secondo un principio di proporzionalità89. 
Sono forti le aree di sovrapposizione tra le une e le altre regole, ma non generano 
incoerenze. Nel nostro ordinamento il tutto è stato recepito nelle Disposizioni di 
Banca d’Italia90 e nel Regolamento Congiunto Consob/Banca d’Italia91, oltre che 
nel Regolamento Isvap per quanto concerne l’attività assicurativa. 
Da un lato, le Disposizioni di vigilanza di Banca d’Italia prevedono che «per lo 
svolgimento dei servizi e delle attività di investimento da parte delle banche 
troveranno applicazione anche le disposizioni di recepimento della direttiva 
2006/73/CE […] di cui all’articolo 6»; dall’altro, il Regolamento Congiunto 
rimanda, per quanto non diversamente disciplinato, alle disposizioni adottate in 
attuazione del TUB92. 
                                                          
88 Si legga il Principio n.5  
 
89 Cfr. Direttiva 2006/73/CE, articolo 6. 
 
90 Si fa riferimento alle Disposizioni di Vigilanza di Banca d’Italia del 10 luglio 2007. Oggi la normativa di 
riferimento è la circolare n.285/2003. 
 
91 Emanato il 27 ottobre 2007, in attuazione della direttiva di “secondo livello” 2006/73/CE, a sua volta di 
attuazione della direttiva MiFId. Al capo III disciplina le “Funzioni aziendali di controllo” per quanto 
concerne i soggetti abilitati ai servizi e alle attività di investimento e alla gestione collettiva del risparmio. 
In particolare, l’art.16 fa riferimento specificatamente al controllo di conformità. 
 
92 ABI, “Libro bianco sulla funzione di compliance” (2008), Bancaria editrice, pag.27. 
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Ci sono più ordini di motivazioni che hanno spinto le Authorities a disciplinare il 
tema della compliance: in primo luogo l’utilizzo da parte delle banche di strumenti 
finanziari sofisticati, secondo uno schema “originate-to-distribute” tramite il quale 
esse assumono posizioni di rischio che poi vengono distribuite ad altri operatori, 
ha fatto sorgere rischi quali quelli reputazionali, legali e di non conformità alle 
norme, che sono di portata similare a quelli ritenuti tradizionali93; inoltre, la 
dilatazione degli ambiti normativi che gli intermediari devono presidiare - si pensi 
alla stratificazione di norme comunitarie e nazionali, di norme primarie e 
secondarie, di iniziative di autoregolamentazione, codici di condotta o etici - 
alimenta il rischio di non conformità94. 
Le attuali Disposizioni di Banca d’Italia definiscono il rischio di non conformità 
alle norme come «il rischio di incorrere in sanzioni giudiziarie o amministrative, 
perdite finanziarie rilevanti o danni di reputazione in conseguenza di violazioni di 
norme imperative (leggi, regolamenti), ovvero di autoregolamentazione (statuti, 
codici di condotta, codici di autodisciplina)»95. 
La funzione di compliance verifica, avendo accesso a tutte le attività della banca, 
che le procedure interne siano adeguate a prevenire lo stesso. 
In particolare gli adempimenti che essa è chiamata a svolgere sono: 
- l’ausilio alle strutture aziendali per la definizione delle metodologie di 
valutazione dei rischi di non conformità alle norme;  
- l’individuazione di idonee procedure per la prevenzione del rischio rilevato 
e la verifica della loro adeguatezza e corretta applicazione;  
- l’identificazione nel continuo delle norme applicabili alla banca e la 
misurazione/valutazione del loro impatto su processi e procedure aziendali;  
                                                          
 
93 CENDERELLI E., BRUNO E. “La Banca. Aspetti normativi e gestionali”, pag.132. 
 
94 BOCUZZI G, “La funzione di compliance: il presidio dei rischi aziendali e l’evoluzione della normativa 
Basilea 2 e Mifid”, Bancaria n.2/2008. 
 
95 Circolare n.285/2003, titolo IV, capitolo 3, sezione III.3.2 
 
 





- la proposta di modifiche organizzative e procedurali finalizzate ad 
assicurare un adeguato presidio dei rischi di non conformità identificati;  
- la predisposizione di flussi informativi diretti agli organi aziendali e alle 
strutture coinvolte; 
- la verifica dell’efficacia degli adeguamenti organizzativi (strutture, 
processi, procedure anche operative e commerciali) suggeriti per la 
prevenzione del rischio di non conformità alle norme.  
Le norme maggiormente sensibili a un rischio di non conformità sono quelle che 
riguardano l’esercizio dell’attività bancaria e di intermediazione, la gestione dei 
conflitti di interesse, la disciplina posta a tutela del consumatore (in particolare la 
trasparenza nei confronti della clientela) e tutte quelle per le quali non siano già 
previste forme di presidio specializzato all’interno della banca96. 
Il rischio è diffuso in tutti i livelli dell’organizzazione, soprattutto nell’ambito delle 
linee operative; è necessaria una responsabilizzazione di tutto il personale affinché 
vi sia un’attività di prevenzione che parta in primo luogo da dove il rischio viene 
generato. La funzione di compliance ha tutto l’interesse che si diffonda una cultura 
aziendale improntata su principi di onestà, correttezza e rispetto delle norme sia 
formale che sostanziale: a tal proposito collabora con gli organi aziendali anche 
con attività di formazione. 
Sotto il profilo organizzativo, possono configurarsi due tipologie di modelli97: 
accentrato e decentrato. 
Nel modello accentrato la funzione compliance è autonoma e dotata di risorse 
adeguate a controllare l’attività di ciascuna unità organizzativa. Risulta essere più 
adatto per banche di maggiori dimensioni, data l’onerosità in termini di risorse che 
un modello simile comporta. L’efficacia dipende dalla capacità di non creare 
                                                          
96 Qualora vi siano forme specifiche di presidio specializzato, la funzione di compliance rimane comunque 
responsabile almeno della definizione delle metodologie di valutazione del rischio e della individuazione 
delle relative procedure e procede alla verifica dell’adeguatezza delle stesse. 
 
97 ANOLLI M. ,RAJOLA F. “Il rischio di reputazione e di non conformità. Strumenti per la governance e la 
gestione operativa.” (2010) pagg. 92,93 
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un’eccessiva burocratizzazione e duplicazione di competenze tra i soggetti che 
intervengono all’interno dei processi bancari. 
Nel modello decentrato la responsabilità della compliance è posta in capo al 
Compliance Officer che coordina e controlla le attività di conformità a leggi, 
regolamenti e standard, operativamente realizzate dalle altre unità organizzative. 
Egli può avvalersi della collaborazione delle altre funzioni aziendali di controllo. 
La gestione delle attività di conformità può essere affidata a soggetti terzi sulla 
base di specifici contratti di servizio che definiscano gli obiettivi della funzione, la 
frequenza minima dei flussi informativi nei confronti del Compliance Officer e 
degli organi aziendali. È un modello più adatto a banche di piccole dimensioni, 
caratterizzate da attività semplici.  
Nella pratica, molti intermediari adottano modelli organizzativi flessibili 
caratterizzati dall’accentramento di alcune attività nelle fasi iniziali e progettuali 
di recepimento delle normative, per poi, successivamente, decentrarle. 
 
2.11.1 Il processo di compliance 
Sulla base delle linee guida emesse dall’Associazione Italiana Compliance 
(AICOM), il processo di compliance può essere definito come «un approccio 
trasversale, costituito da presidi organizzativi e operativi aventi l’obiettivo di 
evitare disallineamenti rispetto al sistema di norme e regolamenti in vigore»98. 
Il Centro di Ricerca su Tecnologie, Innovazione e servizi Finanziari (CeTiF) nel 
2007 ha elaborato uno schema di sintesi che descrive sinteticamente il processo di 
compliance99. Lo stesso viene scomposto in sotto-processi, fasi e attività. 
                                                          
98 AICOM (2006), Linee guida per la funzione di compliance”, documento di discussione. 
 
99 Si veda figura 8. 
 





In particolare, un sotto-processo è costituito da più fasi tra loro correlate in 
funzione di un obiettivo comune e, definibili come sequenza articolate di attività 
elementari finalizzate al raggiungimento di uno scopo. 
Il primo sotto-processo riguarda l’individuazione della normativa rilevante per 
l’istituzione finanziaria e l’applicazione di quella rientrante nell’ambito del 
perimetro di competenza definito per la funzione compliance. Le fasi di cui si 
compone sono: individuazione, acquisizione e analisi strutturata della normativa; 
verifica della situazione corrente in relazione all’adeguamento alla normativa e 
identificazione delle aree di potenziale esposizione al rischio di compliance; 
definizione del corpo di regole necessario a garantire l’adeguamento alla 
normativa; elaborazione di una struttura di relazioni funzionali, tra le funzioni  
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aziendali e le figure responsabili delle diverse attività da porre in essere per 
garantire l’adeguamento alla normativa, a supporto del corpo di regole; definizione 
delle procedure operative da porre in essere per l’attuazione del corpo di regole. 
Il secondo sotto-processo, comunicazione e formazione sulla normativa, è 
costituito dalle seguenti fasi: verifica periodica dei livelli di sensibilità individuale 
e collettiva nei confronti delle problematiche di compliance, predisposizione e 
diffusione di comunicazioni su specifiche normative e sulle relative politiche di 
compliance in vigore; erogazione di corsi di formazione adeguati. 
Per quanto concerne il monitoraggio sull’applicazione della normativa, cioè la 
valutazione dell’efficacia del corpo di regole in relazione agli obiettivi, le fasi 
sono: definizione di un insieme di processi per le verifiche di conformità alla 
normativa e allineamento con i processi di internal audit; verifica dell’effettiva 
applicazione del corpo di regole e predisposizione degli eventuali interventi 
correttivi; valutazione periodica del raggiungimento del livello di conformità 
atteso rispetto alla nromativa; auto-certificazione di processi sotto il profilo 
dell’adeguamento alla normativa, da parte delle funzioni responsabili. 
Con riguardo al quarto sotto-processo, l’obiettivo è impostare un sistema di 
reporting tale per cui gli organi aziendali (incluso, se previsto, l’organismo di 
vigilanza), siano costantemente informati sullo stato del sistema di compliance 
attraverso la predisposizione e distribuzione di notifiche periodiche. 
Per ultimo si ha la gestione delle anomalie di compliance e relative notifiche. Le 
fasi che intervengono sono: acquisizione dell’anomalia, predisposizione a 




                                                          
100 CeTIF (2007), Riflessi operativi della compliance nelle istituzioni finanziarie, rapporto di ricerca. 
 





2.11.2 Relazioni con le altre funzioni del sistema dei controlli interni 
Il principio di indipendenza delle funzioni aziendali di controllo non preclude 
l’opportunità di una loro stretta collaborazione, sebbene si renda sempre e 
comunque necessaria una chiara individuazione e distinzione di quelli che sono i 
compiti e le responsabilità di ciascuna.  
In primo luogo è riscontrabile la relazione che può venire a configurarsi tra le 
funzioni di compliance e internal audit. In particolare, il responsabile della 
revisione interna deve informare quello della conformità, mediante la 
predisposizione di adeguati flussi informativi, delle eventuali inefficienze nella 
gestione del rischio di conformità emerse nel corso delle attività di verifica di 
propria competenza. Ciò non significa che la funzione di internal audit si 
sostituisca quella di compliance nell’analisi della gestione del rischio di 
conformità, ma che, qualora riscontrasse che quest’ultima non ha svolto 
accuratamente il proprio compito, la funzione è chiamata a far presente tale lacuna 
e fare in modo che venga risolta. 
L’applicazione di tecniche di assessment da parte della funzione compliance 
configura un intervento di tipo “bottom up”: i processi vengono analizzati e valutati 
in termini di rispondenza alle norme al fine di predisporre i piani di intervento atti 
alla rimozione dei gap riscontrati. Il modus operandi della funzione di internal 
audit è, invece, di tipo “top down”: essa effettua un presidio complessivo di tutti i 
rischi (non solo quello di conformità) e interviene con verifiche analitiche solo sui 
processi ritenuti rischiosi. Questa diversità di approccio può essere fonte di 
sinergie, costituendo la base per lo sviluppo di piani d’azione complementari atti 
ad assicurare sia una maggiore efficacia ed efficienza al presidio dei rischi emersi 
dai singoli processi (obiettivo di audit), sia la conformità degli stessi a norme e 
regolamenti in vigore (obiettivo di compliance). 
In secondo luogo, è possibile una collaborazione anche con la funzione di 
operational risk management, cioè l’organo di controllo di secondo livello che 
presiede alla misurazione e alla gestione del rischio operativo, definito dal 
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Comitato di Basilea come «il rischio di perdite derivanti dall’inadeguatezza o dalla 
disfunzione di procedure, risorse umane e sistemi interni, oppure derivanti da 
eventi esogeni, includendo nel novero di questi rischi quello legale, ma escludendo 
esplicitamente i rischi strategici e di reputazione»101. 
I rischi operativi hanno in comune con quello di conformità il fatto di essere 
generati dal mancato o dall’inefficiente presidio di alcuni ambiti di operatività 
aziendale102.  
L’operational risk management può contribuire all’attività della funzione di 
compliance mediante la condivisione di metodologie e strumenti per la 
misurazione di rischi “condivisi”, quali quelli legali o quelli connessi 
contestazioni/reclami della clientela e attraverso uno scambio di flussi 
informativi103. 
 
2.12 Governo dei rischi. Profili evolutivi 
La principale funzione delle imprese finanziarie è l’assunzione di rischi, propri e 
della clientela104. Le banche, in particolar modo quelle d’affari, hanno la necessità 
di dotarsi di sistemi strutturati di misurazione, gestione e controllo della rischiosità; 
per questo motivo la funzione risk management risulta essere particolarmente 
evoluta in esse. 
Il tema del controllo dei rischi è tornato ad essere centrale con la crisi, la quale ha 
messo in evidenza le carenze di molti intermediari in questo ambito. In particolar 
                                                          
101COMITATO DI BASILEA (2004), “Convergenza internazionale della misurazione del capitale e dei 
coefficienti patrimoniali” 
 
102 ANOLLI M. ,RAJOLA F. “Il rischio di reputazione e di non conformità. Strumenti per la governance e la 
gestione operativa.” (2010) pagg. 96-98. 
 
103 ABI, “Libro bianco sulla funzione di compliance” (2008), Bancaria editrice, pag.144. 
 









modo, essa ha evidenziato come siano state proprio le banche che avevano adottato 
una visione integrata dei rischi quelle che hanno resistito meglio, riuscendo ad 
adeguare tempestivamente la strategia di business alle mutevoli condizioni del 
mercato105. 
Effettivamente in letteratura si era cominciato a trattare il tema dell’approccio 
integrato della gestione dei rischi già prima della crisi. Nel 2003, il report “Trend 
in risk integration and aggregation106” evidenziava importanti linee evolutive 
connesse allo sviluppo di un approccio più sistematico e integrato che consentisse 
l’aggregazione dei rischi attraverso adeguati modelli matematici. Nel 2005, 
Standard and Poor’s indicava già l’efficace sistema di gestione integrata dei rischi 
da parte degli intermediari finanziari quale fattore valutato positivamente ai fini 
dell’assegnazione del rating107. 
Nel settembre 2014 il Committee of Sponsoring Organization of the Treadway 
Commission (CoSO) ha dettato delle linee guida riguardanti l’approccio integrato 
alla gestione dei rischi pubblicando l’Enterprice Risk Management – Integrated 
Framework108. In esso l’ERM è definito come «un processo, posto in essere dal 
consiglio di amministrazione, dal management e da altri operatori della struttura 
aziendale; utilizzato per la formulazione delle strategie in tutta l’organizzazione; 
progettato per individuare eventi potenziali che possono influire sull’attività 
aziendale, per gestire il rischio entro i limiti del rischio accettabile e per fornire 
una ragionevole sicurezza sul conseguimento degli obiettivi aziendali»109. In 
                                                          
105 SENIOR SUPERVISION GROUP (SSG), “Risk management lessons from the Global Banking Crisis of 
2008”, 2009. 
 
106 BASEL COMMITTEE ON BANKING SUPERVISION, “Trend in risk integration and aggregation”, pubblicato 
dal Joint Forum istituito dal comitato. 
 
107 STANDARD & POOR’S, “Enterprise Risk Management for financial istitutions: rating criteria and best 
practises”,2005 
 
108 Tale modello rappresenta l’evoluzione del CoSO Report del ’92, con l’obiettivo di creare un innovativo 
sistema di controllo interno. 
 
109 CoSO, “Enterprice Risk Management – Integrated Framework”, 2004. 
 Il modello propone una classificazione in quattro categorie di obiettivi aziendali: 
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questo approccio si assiste a un’evoluzione dell’attività di risk management che, 
oltre ad essere una funzione aziendale di controllo, diventa centrale nella 
definizione delle strategie della corporate governance. Gli elementi innovativi del 
framework ERM rispetto al CoSO Report riguardano principalmente proprio 
l’attività di gestione dei rischi; le cinque componenti del modello del’92110 
diventano otto e, ceteris paribus, ad essere aggiunte sono: definizione degli 
obiettivi; identificazione degli eventi; valutazione del rischio; risposta al rischio.  
Il modo in cui l’attività di risk management pervade l’intera corporate governance 
è riscontrabile già nella definizione degli obiettivi, nella quale il management 
determina la propensione al rischio dell’azienda (risk appetite) e un livello di 
scarto accettabile tra quanto pianificato e quanto conseguito (risk tollerance). È 
evidente come una strategia dei rischi sia necessaria per il raggiungimento degli 
obiettivi aziendali e, dunque, assicurare la creazione di valore per gli stakeholders. 
Essa, secondo il modello, si articola su: 
- identificazione degli eventi, interni ed esterni, che possono influire sul 
conseguimento degli obiettivi aziendali e dei quali vanno distinti rischi e 
opportunità; 
- valutazione del rischio (risk assessment), che prevede l’analisi dei rischi in 
termini di probabilità di accadimento e impatto; 
                                                          
- obiettivi strategici: sono obiettivi di lungo periodo definiti dal management e correlati 
direttamente alla missione aziendale, di cui supportano la realizzazione; essi hanno natura 
generale e si riferiscono, ad esempio, ai prodotti e servizi dell’impresa, ai mercati cui si rivolge, 
al target di clientela;  
- obiettivi operativi: si tratta di obiettivi di breve-medio periodo attinenti l’utilizzo efficace ed 
efficiente delle risorse nei processi aziendali che si svolgono nelle diverse unità operative 
dell’impresa;  
- obiettivi di reporting: sono relativi alla affidabilità e tempestività dei dati forniti all’interno dei 
report aziendali, sia interni che esterni, ma anche al tipo e al numero di informazioni in essi 
contenuti;  
- obiettivi di conformità: sono volti a garantire il rispetto di leggi, regolamenti, procedure interne 
da parte dell’azienda nello svolgimento delle sue attività.  
 
110 L’ultima versione del CoSO Report risale al 2013, nella quale è mantenuta la divisione in 5 componenti. 
Si veda il paragrafo 2.4. 
 
 





- risposta al rischio, cioè la predisposizione di interventi per allineare i rischi 
emersi con il risk tollerance e il risk appetite. 
La regolamentazione si è avvicinata sempre di più alle logiche dell’ERM. Si pensi, 
in prima istanza, alle analogie esistenti tra il framework proposto dal CoSO e i 
processi ICAAP111 e SREP112 introdotti nel Secondo Pilastro di Basilea 2. Il 
parallelismo è riscontrabile nel fatto che entrambi riconducono le diverse attività 
dell’azienda – pianificazione del business, definizione degli obiettivi e delle 
modalità operative, allocazione del capitale – nell’ambito della valutazione del 
rischio. All’interno delle linee guida proposte dal CEBS nel 2006, si leggeva che 
l’obiettivo alla base del Secondo Pilastro è proprio quello di potenziare il 
collegamento tra il profilo di rischio complessivo dell’intermediario, il suo sistema 
di gestione e mitigazione dei rischi e il suo capitale113. Tuttavia il processo di 
vigilanza prudenziale, rimasto in vigore fino al 2015, era decisamente rivolto verso 
la valutazione dell’adeguatezza del capitale, consistendo principalmente in un 
riesame del processo ICAAP svolto dall’intermediario. 
Alla luce degli insegnamenti della crisi circa la necessità di un efficace risk 
management per gli intermediari finanziari e per la stabilità di tutto il sistema, 
Basilea 3 si muove nella direzione di trasformare il ruolo della funzione di gestione 
dei rischi da unità organizzativa dedicata al “solo” controllo di secondo livello a 
funzione di controllo dell’intero processo aziendale, partecipando alla formazione 
delle strategie e al governo d’azienda114.   
La Direttiva 2013/36/UE, nota come Capital Requirements Directive 4 (CRD IV) 
prevede, nelle disposizioni sulla corporate governance, specifiche opzioni per 
                                                          
111 Processo interno di determinazione dell’adeguatezza patrimoniale, attuale e prospettica, in relazione 
ai rischi assunti e le strategie aziendali. 
 
112 Processo di revisione e valutazione prudenziale da parte dall’Autorità di vigilanza. 
 
113 CEBS, “Guidelines on the application of the supervisory review process under Pillar 2”, 2006. 
 
114 BRANDI P., “il risk management negli istituti di credito - Come affrontare le sfide in scenari di 
incertezza”, Atti di Convegno, 2011. 
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rafforzare il ruolo della funzione di risk management. Gli orientamenti si muovono 
lungo tre direttrici: 
- organizzativa: alla visione tradizionale di unità organizzativa dedicata al 
controllo di secondo livello deve affiancarsi la concezione di “processo 
aziendale” che coinvolge, sia in una logica top-down che bottom-up, tutta 
la struttura; 
- funzionale: il ruolo del risk management deve evolvere verso quello di 
funzione che partecipa ai processi strategici e al controllo di gestione, 
promuovendo la logica della “redditività corretta per il rischio”; 
- contenutistica: l’approccio per “silos”, centrato sui singoli profili di 
rischiosità, deve fare spazio a una visione “olistica” dell’esposizione 
complessiva, attenta alle interazioni tra rischi, unità di business, entità 
giuridiche115. 
 
2.12.1 Il Supervisory Review and Evaluation Process (SREP) 
Il modo in cui la regolamentazione colloca la valutazione e gestione dei rischi a 
stretto contatto con altre aree di attività della banca, è rintracciabile nel “nuovo” 
SREP (Supervisory Review and Evaluation Process), implementato dal Single 
Supervisory Mechanism e entrato in vigore dal 1° gennaio 2016. Si tratta di un 
momento fondamentale dell’attività di vigilanza che consiste nel sintetizzare i 
risultati emersi dall’analisi della situazione in cui versa un intermediario in un dato 
anno al fine di indicare allo stesso le azioni da intraprendere per fronteggiare le 
problematiche riscontrate116. 
Le componenti di cui si articola il nuovo processo SREP sono le seguenti: 
- classificazione dell’ente e revisione periodica di tale classificazione;  
                                                          
115 TARANTOLA, ”Il ruolo del risk management per un efficace presidio dei rischi: le lezioni dalla crisi”, 
2011. 
 
116 www.bankingsupervision.europa.eu, “Cos’è lo SREP”, 16 giugno 2016. 
 
 





- monitoraggio degli indicatori principali; 
- analisi del modello imprenditoriale (Business Model Analysis, BMA);  
- valutazione della governance e dei controlli interni dell’ente;  
- valutazione dei rischi che impattano sul capitale;  
- valutazione dei rischi che impattano sulla liquidità;  
- valutazione dell’adeguatezza dei fondi propri dell’ente;  
- valutazione dell’adeguatezza delle risorse di liquidità dell’ente;  
- valutazione SREP complessiva  
- misure di vigilanza (e misure d’intervento precoce, ove necessarie)117.  
 
 
                                                          
117 EBA, “Guidelines on common procedures and methodologies for the supervisory review and evaluation 
process (SREP), 19 dicembre 2014. 
 
Figura 9 Le componenti dello SREP. Fonte: Linee guida EBA (2014) 
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Rispetto alla precedente metodologia, vi sono quattro ambiti fondamentali oggetto 
di valutazione: 
- business model; 
- governance e controlli interni; 
- rischi che impattano sul capitale; 
- rischi che impattano sulla liquidità. 
 
Con riferimento alla valutazione del modello imprenditoriale, l’analisi riguarda la 
sostenibilità economica dello stesso in base alla capacità dell’ente di generare utili 
accettabili nel corso dei dodici mesi successivi e la sostenibilità della strategia 
dell’intermediario in base alla sua capacità di generare utili accettabili su un 
orizzonte temporale di almeno tre anni. 
Si tratta di una valutazione sia quantitativa che qualitativa, che tiene conto anche 
del contesto imprenditoriale di riferimento. Il cosiddetto “Business Model 
Figura 10  Evoluzione dello SREP 
 
 





Analysis”, effettuato su base prospettica, rappresenta un elemento di assoluta 
novità rispetto al passato118. 
La valutazione della governance e dei controlli interni riguarda l’adeguatezza degli 
stessi rispetto al profilo di rischio, al modello imprenditoriale, alla dimensione e 
alla complessità dell’ente. Le aree di interesse dell’analisi sono: 
- assetto generale della governance;  
- cultura societaria e del rischio;  
- organizzazione e funzionamento dell’organo di amministrazione;  
- politiche e prassi di remunerazione;  
- sistema di gestione dei rischi, inclusi l’ICAAP e l’ILAAP;  
- sistema dei controlli interni, compresa la funzione di audit interno; 
- sistemi informativi e continuità operativa 
- disposizioni per la pianificazione del risanamento (recovery planning).  
Con riferimento al sistema di gestione dei rischi, gli orientamenti dell’EBA 
prevedono una revisione del sistema e della strategia riguardanti la propensione al 
rischio (limiti, tolleranze, soglie di rischio), un’analisi dei processi ICAAP e 
ILAAP119 in termini di robustezza, capacità e completezza120 e una valutazione 
della capacità dell’ente di svolgere prove di stress (adeguatezza della selezione 
degli scenari pertinenti, di ipotesi, metodologie e infrastrutture e dell’utilizzo dei 
risultati delle prove stesse). 
I rischi che impattano sul capitale sono: 
- rischio di credito e di controparte; 
                                                          
118 COPPOLA M., SABINO C., “Il nuovo Meccanismo di vigilanza unico. Quali implicazioni 
per le banche”, 2015. 
 
119 Processo interno di valutazione dell’adeguatezza della liquidità. 
  
120 Per “robustezza” si intende che i processi siano proporzionati alla natura, ampiezza e complessità 
dell’ente; per “effettività”, che siano effettivamente utilizzati nel processo decisionale e di gestione; per 
“completezza”, che coprano tutte le linee di business, le entità giuridiche e i rischi cui l’ente è o potrebbe 
essere esposto. 
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- rischio di mercato; 
- rischio operativo; 
- rischio di tasso di interesse sul portafoglio bancario (Interest Rate Risk in 
the Banking Book (IRRB)). 
Per ogni categoria, le autorità121 assegnano un punteggio che tenga conto sia 
dell’esposizione al rischio, sia della qualità e dell’efficacia della gestione e del 
controllo dello stesso. Gli strumenti di cui si servono per ottenere informazioni 
circa l’adeguatezza del capitale sono, tra gli altri, l’ICAAP e gli stress test effettuati 
dell’ente. 
 
Figura 10 Rappresentazione del processo di assegnazione del punteggio del rischio che impatta sul capitale. Fonte: 
Linee guida EBA (2014) 
 
Infine, con riguardo alla valutazione dei rischi che impattano sulla liquidità e sul 
funding, le autorità assegnano un punteggio sulla base delle valutazioni circa 
l’esposizione a tali rischi e la gestione degli stessi. Per capire se la liquidità 
detenuta sia una copertura adeguata a fronte dei suddetti rischi, esse si servono 
delle informazioni ottenibili dall’ILAAP dell’ente e da prove di stress. 
                                                          
121 Si fa riferimento alla Banca Centrale Europea e alla Banca d’Italia, come indicato nella Circolare 
285/2013, Titolo III, Capitolo 1, Sezione III.  
 





Sulla base di tutti i risultati ottenuti, viene effettuata una valutazione SREP 
complessiva e indicate le eventuali misure di vigilanza correttive delle anomalie 
riscontrate. 
 
Figura 11Rappresentazione del processo di assegnazione del punteggio di rischi che impattano su liquidità e funding. 
Fonte: Linee guida EBA (2014) 
 
2.12.2 Il Risk Appetite Framework (RAF) 
Una delle novità più importanti introdotte dalla Circolare n. 263/2006 e trasposta 
nella Circolare n.285/2013 - che recepisce, tra l’altro, le regole di Basilea 3 e la 
CRD IV - è stata la definizione del Risk Appetite Framework (RAF), cioè la 
formalizzazione, richiesta alle banche, di un quadro di riferimento per la 
determinazione della propensione al rischio, nel quale si definiscono ex ante gli 
obiettivi di rischio/rendimento e i limiti operativi che ne derivano122. All’interno 
del RAF devono essere specificati123: 
                                                          
122 Cfr. Allegato C alla Circ. n.385/2013  
 
123 L’allegato C prevede che tali misure possano essere espresse in termini di adeguatezza patrimoniale, 
di misure del capitale a rischio o capitale economico (VaR, Expected Shortfall ecc…), o di liquidità. 
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- propensione al rischio (risk appetite), cioè il livello di rischio che si intende 
assumere, in relazione all’attività svolta, per il conseguimento degli 
obiettivi;  
- soglie di tolleranza (risk tolerance), ossia la massima devianza consentita 
rispetto alla propensione al rischio;  
- limiti di rischio (risk limits), articolati, a seconda dei casi, per tipologie di 
rischio, linee di business o prodotto, caratteristiche della clientela124. 
Si tratta, dunque, di un framework operativo strutturato per aumentare la 
consapevolezza degli organi aziendali in merito al livello dei rischi che la banca 
assume e per consentire al management di monitorare continuamente il proprio 
risk profile – inteso come il rischio effettivamente assunto dalla banca in un 
determinato momento - e di intervenire qualora l’esposizione non fosse coerente 
con il risk appetite approvato. 
Sono evidenti le analogie col framework ERM. 
 
2.12.3 Coerenza tra i processi RAF, SREP e i Recovery e Resolution Plans 
Nell’allegato C della Circolare 285 si legge che le banche devono assicurare «una 
stretta coerenza e un puntuale raccordo tra: il modello di business, il piano 
strategico, il RAF (e i parametri usati per definirlo), il processo ICAAP125, i budget, 
l’organizzazione aziendale e il sistema dei controlli interni». 
Di fatto, è necessario che ogni intermediario riesca a integrare tutti i processi di 
governance e di risk management come se fossero parte di uno stesso puzzle. Il 
centro nevralgico di tutti questi processi è il RAF che, se mal impostato o non 
                                                          
124 CERRONE R., “Sistemi di controllo interno e risk appetite framework nelle banche: le novità 
regolamentari e le evidenze del 3° pilastro”, CASMEF Working Paper Series, Working Paper n. 10, 2013 
 
125 Nel testo della normativa non viene menzionato il processo ICAAP, ma pare opportuno che il RAF sia 
coerente anche con esso. 
 





effettivamente operativo, non permette alla banca di comprendere quando entra in 
situazione di crisi. 
La coerenza tra il RAF e i processi di cui sopra si ottiene mediante l’utilizzo di 
indicatori e metodologie di stress test comuni.  
 
 
Figura 12 Coerenza tra processi RAF, SREP e i Recovery e Resolution Plans 
 
Definito un sistema di soglie e un set coerente di indicatori che consenta di 
individuare la collocazione, all’interno dello stesso, del rischio effettivamente 
assunto (risk profile) occorre indicare quali siano le azioni manageriali che devono 
essere intraprese a seconda di dove esso si posizioni. In particolare: 
- se il rischio effettivo si colloca all’interno del risk appetite, ma al di sotto 
di una soglia minima di rischio prestabilita, si devono attivare azioni mirate 
ad un utilizzo più efficiente delle risorse; 
- se si colloca entro i risk limits, esso è in linea con gli obiettivi di rischio e i 
limiti operativi e non è necessaria alcuna azione; 
- se al di sopra dei risk limits, ma comunque dentro la risk tollerance, ossia 
la massima devianza consentita rispetto alla propensione al rischio, si valuta 
l’attivazione di azioni correttive di “rientro”.  
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- Se il rischio effettivo supera la soglia di tolleranza, ma al di sotto del risk 
capacity - intesa come il livello massimo di rischio che la banca è in grado 
di assumere senza violare i requisiti regolamentari o altri vincoli imposti 
dagli azionisti o dall’autorità di vigilanza - l’attivazione delle azioni di 
“rientro” è necessaria. 
Cosa succede se il rischio effettivo si posiziona al di sopra della risk capacity? In 
tal caso si entra in quella che può essere definita l’area recovery, cioè in una 
situazione di crisi. La Bank Recovery and Resolution Directive (BRRD)126 
individua tre fasi del processo di risoluzione delle crisi bancarie: 
- pianificazione del risanamento; 
- intervento precoce; 
- risoluzione in senso stretto. 
Nell’ambito della prima fase, la Direttiva prescrive di adottare piani di risoluzione 
(resolution plans) e di risanamento (recovery plans) che contengano misure 
preparatorie volte a prevenire e risolvere tempestivamente le crisi meno profonde. 
I primi devono essere redatti dalle autorità di risoluzione nazionali, mentre il 
recovery plan è di competenza della banca stessa. L’obiettivo di quest’ultimo è 
risanare l’intermediario negli ambiti operativi in cui si è manifestata la crisi. Le 
fasi di cui si compone il piano sono: individuazione dei fattori di rischio; 
misurazione del risk profile in condizioni di normalità e di stress; applicare scenari 
di stress plausibili; individuazione degli scenari che potrebbero portare la banca in 
situazione di crisi; definizione ex ante delle azioni operative di risanamento 
attivabili nei diversi scenari127. 
Nella seconda fase si attuano le misure contenute nei due piani. 
                                                          
126 Direttiva 2014/59/EU 
 
127 BARTESELLI R., “Recovery plan. Il punto di vista di BPM”, 8 maggio 2015. 
 
 





Nella fase di risoluzione la Direttiva attribuisce alle autorità nazionali poteri 
particolarmente invasivi che possono essere utilizzati solo nel caso in cui: l’ente 
sia “fail or likely to fail”; non esistano misure alternative che potrebbero, in tempi 
ragionevoli, evitare il fallimento; la resolution sia necessaria per l’interesse 
pubblico. 
È necessario che gli scenari e gli indicatori del recovery plan siano anch’essi 
coerenti col RAF. 
 
Figura 13 Coerenza tra processi sulla base del confronto tra Risk Profile e la griglia di soglie di rischio 
 
2.12.4 Funzione di gestione dei rischi (Risk Management) 
Ai fini delle Disposizioni di Banca d’Italia, la funzione di controllo dei rischi ha la 
finalità di collaborare alla definizione e attuazione del RAF e delle relative 
politiche di governo dei rischi, attraverso un adeguato processo di gestione degli 
stessi128. Si tratta di rischi di diversa natura129, che devono essere integrati in 
un’unica misura sintetica che consenta la tempestiva lettura dei risultati rispetto 
agli obiettivi d’impresa e una chiara comprensione delle loro interdipendenze130. 
                                                          
128 Circolare n.285/2013, titolo IV, capitolo 3, sezione III.3.3  
 
129 Si fa riferimento ai rischi di primo e secondo pilastro. 
 
130 CENDERELLI E., BRUNO E., ”La Banca. Aspetti normativi e gestionali”, pag.131. 
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Nelle banche più complesse può essere prevista la costituzione di specifici comitati 
di gestione dei diversi profili di rischio (ad esempio comitati per rischi di credito e 
operativi, comitato di liquidità, comitato finanza, comitato per l’asset and liability 
management), ma è opportuno che ne siano definiti chiaramente compiti e 
responsabilità e che non si perda la visione d’insieme. 
Oltre a intervenire nella definizione e nella verifica dell’adeguatezza del RAF e 
del processo di gestione dei rischi, la funzione risk management: si coordina con 
quella di compliance con riferimento all’analisi e controllo dei rischi reputazionali; 
coadiuva gli organi aziendali nella valutazione del rischio strategico; analizza i 
rischi di nuovi prodotti/servizi e di quelli derivanti dall’ingresso in nuovi segmenti 
operativi e di mercato; monitora costantemente la coerenza del rischio effettivo 
assunto dalla banca rispetto agli obiettivi aziendali; verifica l’adeguatezza e 
l’efficacia delle misure prese per rimediare le carenze riscontrate131. 
 
2.13 Funzione Antiriciclaggio 
Tra le funzioni di controllo di secondo livello è da annoverarsi anche quella di 
antiriciclaggio. In questo contesto si inquadra il Provvedimento emanato da Banca 
d’Italia il 10 marzo 2011, ai sensi dell’art.7 comma 2 del D.Lgs n.231/2007, 
recante disposizioni attuative in materia di organizzazione, procedure e controlli 
interni volti a prevenire l’utilizzo degli intermediari e degli altri soggetti che 
svolgono attività finanziaria a fini di riciclaggio e di finanziamento al 
terrorismo132. 
Col suddetto decreto legislativo, attraverso il quale è stata recepita nel nostro 
ordinamento la Direttiva 05/60 CE, si è abbandonato un approccio rule based, 
caratterizzato da un insieme di regole basate su una casistica precostituita di ciò 
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132 AICOM, C.Cola, “Compliance e antiriciclaggio. Integrazione tra le funzioni e aspetti organizzativi, 2012. 
 
 





che è o meno legittimo, in favore di un approccio risk based, in armonia col più 
ampio processo di governo dei rischi ispirato al secondo pilastro di Basilea133. 
Ai sensi dell’art.648-bis del codice penale, costituisce riciclaggio la sostituzione o 
trasferimenti di denaro, beni o altre utilità provenienti da reato, o il concepimento 
in relazione ad essi di altre operazioni, in modo da ostacolare l’identificazione 
della loro provenienza illecita. L’art.2 del D.Lgs 231/2007 individua le azioni che, 
se commesse intenzionalmente, rientrano nella fattispecie di riciclaggio: la 
conversione o il trasferimento di beni di cui si conosce la provenienza da attività 
criminosa; l’occultamento o la dissimulazione della loro reale natura; l’acquisto, 
la detenzione e l’utilizzazione degli stessi. 
Come si valuta il rischio di riciclaggio? Adottando diversi criteri di valutazione 
concernenti il cliente, il rapporto continuativo o l’operazione effettuata. Con 
riferimento al cliente si hanno i seguenti obblighi di adeguata verifica: 
- natura e caratteristiche del cliente; 
- attività svolte e suoi interessi economici; 
- comportamento tenuto in occasione del concepimento dell’operazione o 
dell’instaurazione del rapporto continuativo; 
- area geografica di interesse del cliente o della controparte. 
Con riguardo al rapporto continuativo o all’operazione, devono essere verificate: 
- tipologia del rapporto continuativo o dell’operazione; 
- modalità di instaurazione e svolgimento; 
- ammontare; 
- frequenza delle operazioni e durata del rapporto continuativo; 
- ragionevolezza rispetto all’attività svolta dal cliente; 
- area geografica di destinazione dei fondi o degli strumenti finanziari 
oggetto del rapporto o dell’operazione. 
                                                          
133 L.MARIANI, “Verso un più efficace sistema di contrasto alla criminalità finanziaria: il ruolo del sistema 
dei controlli interni e della funzione di compliance”, intervento al 10° incontro sulla compliance, 25 giugno 
2014. 
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Il D.Lgs 231/07 e le disposizioni di Banca d’Italia prevedono la costituzione di una 
funzione antiriciclaggio che: verifichi l’effettiva applicazione dei controlli previsti 
dalle procedure; esegua le attività di adeguata verifica della clientela; predisponga 
flussi informativi diretti agli organi aziendali; rediga un documento che definisca 
responsabilità, compiti, modalità operative per la gestione del rischio; si ponga 
come obiettivo l’adeguatezza dei sistemi e delle procedure in tema di adeguata 
verifica, registrazione, rilevazione, valutazione e segnalazione delle operazioni 
sospette. 
Il responsabile della funzione deve essere in possesso di adeguati requisiti di 
indipendenza, autorevolezza e professionalità ed è nominato/revocato dell’organo 
con funzione di supervisione strategica, sentito quello con funzione di controllo134.  
Il processo di antiriciclaggio coinvolge tutta l’organizzazione, a partire dagli 
organi aziendali che devono adottare politiche aziendali coerenti con i principi e le 
regole di antiriciclaggio, porre in atto misure organizzative e operative idonee a 
contrastare il rischio di episodi assimilabili a tale fattispecie e svolgere controlli 
sul rispetto della normativa e sull’adeguato presidio dei rischi. 
Ai fini dell’art. 52 del d.lgs 231/2007, anche l’organismo di vigilanza interviene 
nel controllo sui processi in materia di antiriciclaggio, oltre ad avere specifici 
obblighi di comunicazione interna ed esterna. 
A livello delle funzioni aziendali di controllo sono evidenti i caratteri di contiguità 
esistenti tra quelle di antiriciclaggio e di compliance: spesso, infatti, le banche 
tendono a farle insistere sulla stessa unità organizzativa al fine di ottenere sinergie, 
quali la condivisione di metodologie di analisi e il conseguimento di risparmi di 
costo135. Il Provvedimento di Banca d’Italia stesso consente infatti che la funzione 
                                                          
134Cfr.  Provvedimento di Banca d’Italia del 10 marzo 2011. 
 
135 L.MARIANI, “Verso un più efficace sistema di contrasto alla criminalità finanziaria: il ruolo del sistema 









sia attribuita al responsabile della compliance136, quando la proporzionalità lo 
prevede. 
 
2.14 Funzione di convalida interna 
Rientra nei controlli di secondo livello anche la funzione di convalida interna, la 
quale è incaricata di un processo definibile come «l’insieme formalizzato di 
attività, strumenti e procedure volti a valutare l’accuratezza delle stime di tutte le 
componenti rilevanti di rischio e a esprimere un giudizio in merito al regolare 
funzionamento, alla capacità produttiva e alla performance di un sistema interno 
di misurazione dei rischi non utilizzato a fini regolamentari137». Le procedure di 
validazione fanno riferimento in primo luogo ai sistemi di rating interni, ma anche 
a tutti i modelli interni di misurazione di rischi, quali quelli di mercato e operativi, 
compresi quelli non utilizzati a fini regolamentari. 
Tutti i modelli interni devono essere convalidati da organi adeguatamente 
qualificati che non abbiano partecipato alla loro elaborazione e che verifichino che 
essi siano concettualmente solidi e riflettano adeguatamente tutti i rischi rilevanti. 
La convalida va effettuata non solo contestualmente all’atto dell’elaborazione 
iniziale del modello, dimostrando con test che le ipotesi sottostanti lo stesso siano 
adeguate rispetto al rischio da misurare, ma anche ogni qualvolta siano apportate 
modifiche significative. È inoltre necessario che tale processo venga svolto 
periodicamente e, in particolare, quando si verificano variazioni endogene o 
esogene all’azienda che potrebbero minacciare l’adeguatezza del modello138. 
Con riguardo alla convalida dei sistemi interni di rating, la funzione sviluppa il 
modello e ne documenta le eventuali modifiche di struttura assicurandone 
                                                          
136 La funzione può essere attribuita anche al risk manager, cfr.  Provvedimento di Banca d’Italia del 10 
marzo 2011. 
 
137 Circolare n.285/2013, Parte I, Titolo IV, Capitolo 3, Sezione II.2 
 
138 Regolamento (UE) N. 575/2013 (“Capital Requirements Regulation”), 26 giugno 2013. 
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affidabilità, rispondenza alle prescrizioni normative e coerenza rispetto 
all’operatività aziendale e al contesto economico di riferimento. La verifica del 
sistema di rating avviene nel continuo e non si limita a un confronto a posteriori 
tra le misure di rischio effettive e quelle stimate ex ante, ma si estende a tutte le 
componenti del sistema IRB, quali i processi operativi, i presidi di controllo, la 
documentazione e le infrastrutture informatiche. In particolare è compito della 
funzione effettuare: 
- la valutazione del processo di sviluppo del modello, con particolare 
riferimento alla logica sottostante e ai criteri metodologici a supporto della 
stima dei parametri di rischio; 
- le analisi di performance del sistema di rating, di calibrazione dei parametri, 
di benchmarking e delle prove di stress; 
- l’accertamento che il sistema di rating sia effettivamente utilizzato nei 
diversi ambiti della gestione139. 
Rimanendo nel perimetro del sistema di rating, ma con riguardo alle stime dei 
singoli parametri di rischio, l’attività di convalida riguarda: 
- la rappresentatività del campione di stima rispetto alla popolazione di 
riferimento; 
- le performance dei modelli quantitativi di assegnazione dei rating in termini 
di accuratezza, potere predittivo e capacità di ordinare gli affidati in base 
alle diverse rischiosità, classi di attività e altri criteri di classificazione; 
- l’accuratezza delle stime dei parametri di rischio nel confronto con le 
evidenze empiriche successive (backtesting); 
- la performance relativa dei sistemi e delle stime dei parametri di rischio 
rispetto a opportuni termini di confronto (benchmarking); 
- l’adeguatezza delle procedure di stress test140. 
                                                          
139 Circolare n.263/2006, Titolo II, Capitolo 1, Sezione III.2.1. 
 
140 Circolare n.263/2006, Titolo II, Capitolo 1, Sezione IV.4 
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Per quanto riguarda il modello interno di misurazione del rischio di mercato la 
funzione, oltre a dimostrare che le assunzioni adottate nello stesso siano 
appropriate, può includere in aggiunta ai programmi di valutazione retrospettiva 
regolamentari altri test condotti utilizzando variazioni ipotetiche di portafoglio, 
periodi di osservazioni più lunghi, intervalli di confidenza differenti o riferiti a un 
livello inferiore rispetto all’intero portafoglio di negoziazione ai fini di vigilanza 
della banca. Con riferimento al modello IRC, per il quale non sono previsti test 
retrospettivi regolamentari, possono essere inserite prove di stress che includano 
anche analisi di sensitività e di scenario141. 
Infine, la funzione di convalida interna si occupa anche di modelli interni per la 
misurazione del rischio operativo; in tal caso il processo è strutturato di attività e 
procedure volte a valutare su base continuativa la qualità dei sistemi di gestione e 
misurazione dei rischi operativi. È compresa anche la verifica dell’affidabilità del 
calcolo del requisito patrimoniale142. 
In ogni caso, il processo di convalida interna deve avvalersi di risorse idonee 
all’attività che deve essere svolta e la funzione deve godere di indipendenza 
rispetto ai responsabili delle attività sottoposte a convalida, nonché rispetto alla 
funzione di internal audit, alla quale periodicamente documenta i risultati dei 
processi di convalida. Flussi informativi vengono inviati anche alle funzioni 
interessate e agli organi aziendali. 
Considerando la tipica attività di una banca d’affari, è necessario che la funzione 
sia particolarmente sviluppata e capace di avere un sistema di rating interno idoneo 
a misurare i rischi di credito derivanti da ingenti operazioni difficilmente 
standardizzabili e modelli di misurazione dei rischi di mercato particolarmente 
accurati, data la nota operatività sui capital markets. 
                                                          
141 Circolare n.263/2006, Titolo II, Capitolo 4, Sezione II.2.3. 
 
142 Circolare n.263/2006, Titolo II, Capitolo 5, Sezione I b). 
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2.15 Dirigente preposto alla redazione dei documenti contabili societari 
La figura del dirigente preposto è stata introdotta nel contesto del TUF dalla legge 
n.262/05, nel quadro di un rafforzamento dell’attendibilità dell’informazione al 
pubblico di natura finanziaria143. Esso, nominato sulla base di requisiti di 
professionalità previsti dallo statuto e previo parere dell’organo con funzione di 
controllo, è responsabile degli atti e delle comunicazioni della società diffusi al 
mercato, della predisposizione di adeguate procedure amministrative e contabili 
per la formazione del bilancio d’esercizio, nonché di ogni altra informativa 
finanziaria144. 
Unitamente agli organi amministrativi delegati, compete al dirigente preposto la 
redazione di una relazione nella quale si attesti145: 
- l'adeguatezza e l'effettiva applicazione delle procedure di cui al comma 3 
nel corso del periodo cui si riferiscono i documenti; 
- che i documenti siano redatti in conformità ai principi contabili 
internazionali applicabili riconosciuti nella Comunità europea ai sensi del 
regolamento (CE) n. 1606/2002 del Parlamento europeo e del Consiglio, 
del 19 luglio 2002; 
- la corrispondenza dei documenti alle risultanze dei libri e delle scritture 
contabili; 
- l'idoneità dei documenti a fornire una rappresentazione veritiera e corretta 
della situazione patrimoniale, economica e finanziaria dell'emittente e 
dell'insieme delle imprese incluse nel consolidamento; 
- per il bilancio di esercizio, che la relazione sulla gestione comprenda 
un'analisi attendibile dell'andamento e del risultato della gestione, nonché 
della situazione dell'emittente e dell'insieme delle imprese incluse nel 
                                                          
143 CONSOB, GASBARRI G., “I controlli interni nelle società quotate. Gli assetti della disciplina italiana e i 
problemi aperti.”, settembre 2013, pag. 69 
 
144 Art. 154-bis, comma 3, TUF. 
 
145 Art. 154-bis, comma 5, TUF. 
 
 





consolidamento, unitamente alla descrizione dei principali rischi e 
incertezze cui sono esposti; 
- per il bilancio semestrale abbreviato, che la relazione intermedia sulla 
gestione contenga un'analisi attendibile delle informazioni di cui al comma 
4 dell'articolo 154-ter146[853]. 
L’organo con funzione di supervisione strategica vigila affinché il dirigente 
preposto alla redazione dei documenti contabili societari disponga di adeguati 
poteri e mezzi per l’esercizio dei compiti a lui attribuiti, nonché sul rispetto 
effettivo delle procedure amministrative e contabili147. 
 
2.16 Funzione di revisione interna (Internal Audit) 
La funzione di revisione interna ha un duplice obiettivo: da un lato, in un’ottica di 
controlli di terzo livello, controlla il regolare andamento dell’operatività e 
l’evoluzione dei rischi, anche con verifiche in loco148; dall’altro, valuta la 
completezza, l’adeguatezza, la funzionalità e l’affidabilità della struttura 
organizzativa e delle altre componenti del sistema dei controlli interni, nonché 
l’efficacia del processo di definizione del RAF149. 
Rispetto al passato, in cui la mission consisteva essenzialmente in una verifica del 
rispetto di norme, oggi la funzione ha un ruolo chiave nella creazione di valore, 
contribuendo al miglioramento dell’organizzazione attraverso la verifica del 
sistema dei controlli interni e l’analisi dei rischi correlati. Tali obiettivi sono 
chiaramente evidenziati nella definizione data dall’Institute of Internal Auditors: 
«L'internal auditing è un'attività indipendente ed obiettiva di assurance e 
                                                          
146 Tale articolo disciplina il contenuto delle relazioni finanziarie. 
 
147 Art. 154-bis, comma 4, TUF. 
 
148 Per svolgere adeguatamente i propri compiti, la funzione ha accesso a tutte le attività, comprese quelle 
esternalizzate, della banca svolte sia presso gli uffici centrali che presso le strutture periferiche. 
 
149 Circolare n.285/2013, Titolo IV, Capitolo 3, Sezione III, “Funzione di revisione interna (internal audit)”. 
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consulenza, finalizzata al miglioramento dell'efficacia e dell'efficienza 
dell'organizzazione. Assiste l'organizzazione nel perseguimento dei propri 
obiettivi tramite un approccio professionale sistematico, che genera valore 
aggiunto in quanto finalizzato a valutare e migliorare i processi di gestione dei 
rischi, di controllo e di governance». 
La funzione gode di indipendenza rispetto alle altre, ed è posta alle dirette 
dipendenze dell’organo con funzione di supervisione strategica. 
Con riferimento agli accertamenti di natura ispettiva, le Disposizioni di Banca 
d’Italia prevedono che la funzione verifichi: 
- la regolarità delle diverse attività aziendali, incluse quelle esternalizzate, e 
l’evoluzione dei rischi sia nella direzione generale della banca che nelle 
filiali; 
- il monitoraggio della conformità alle norme dell’attività di tutti i livelli 
aziendali. 
- il rispetto, nei diversi settori operativi, dei limiti previsti dai meccanismi di 
delega, e il pieno e corretto utilizzo delle informazioni disponibili nelle 
diverse attività; 
- l’efficacia dei poteri della funzione di controllo dei rischi di fornire pareri 
preventivi sulla coerenza con il RAF delle operazioni di maggior rilievo; 
- l’adeguatezza e il corretto funzionamento dei processi e delle metodologie 
di valutazione delle attività aziendali e, in particolare, degli strumenti 
finanziari; 
- l’adeguatezza, l’affidabilità complessiva e la sicurezza del sistema 
informativo (ICT audit); 
- la rimozione delle anomalie riscontrate nell’operatività e nel funzionamento 
dei controlli (attività di follow-up). 
Con riguardo al processo di gestione dei rischi, la funzione deve valutare: 
 





- l’organizzazione, i poteri e le responsabilità della funzione di controllo dei 
rischi, anche con riferimento alla qualità e all’adeguatezza delle risorse a 
questa assegnate; 
- l’appropriatezza delle ipotesi utilizzate nelle analisi di sensitività e di 
scenario e negli stress test; 
- l’allineamento con le best practice diffuse nel settore.  
Le attività sono svolte nel rispetto degli Standard di Audit150 e di un Codice 
Deontologico per la conduzione delle stesse da parte degli auditors. 
I primi si dividono in Standard di Connotazione e di Prestazione, definendo da un 
lato i connotati della funzione di internal audit e della professione di auditor e 
dall’altro dando indicazioni sull’attività da svolgere. Essi sono riassunti in figura 
15. 
 
Figura 14 Standard di Connotazione e di Prestazione definiti nel Professional Practices Framework. 
 
Il Codice Deontologico prevede altre norme comportamentali che devono essere 
rispettate, le quali sono sintetizzate figura 16. 
                                                          
150 Definiti nel Professional Practices Framework, quadro di riferimento proposto dal Guidance Task Force 
e approvato dal Board of Directors dell’IIA (Institute of Internal Auditors) nel 1999. 
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Le fasi tipiche dell’attività di audit possono essere individuate in: 
- pianificazione: predisposizione dei piani periodici delle attività di internal 
audit (annuale e pluriennale); 
- esecuzione: svolgimento delle attività di verifica secondo il piano definito; 
- reporting: elaborazione di un report di audit che rappresenta il momento di 
sintesi di tutta l’attività che è stata svolta nell’ambito della revisione, 
partendo dalla pianificazione fino alla lettura dei risultati e 
all’individuazione di criticità e di opportune azioni correttive; 
- monitoraggio: verifica che i soggetti indicati come responsabili abbiano 
intrapreso adeguate azioni correttive a fronte delle criticità emerse; 
- relazioni con gli organi di controllo. 
 
Figura 15 Codice Deontologico degli auditors 
 
Sia le fasi del ciclo di audit che l’assetto e l’operatività della funzione sono soggetti 
alla Quality Assurance Review, cioè a un processo di valutazione circa 
l’adeguatezza delle attività svolte nel corso dell’esercizio, nonché la loro coerenza 
rispetto alla mission assegnata, alla pianificazione annuale, alle previsioni 
normative e alle best practises. Esso si compone sia di un’autovalutazione del 
 





responsabile della funzione (Self Validation), sia di una valutazione esterna 
eseguita da un ente certificatore (External Review). In entrambi i casi le risultanze 
sono portate all’attenzione degli organi aziendali. È necessaria, a garanzia del 
destinatario della review, l’obiettività del valutatore e, nel caso sia esterno, anche 















                                                          




Flussi informativi al servizio della governance: requisiti 
necessari e analisi della normativa di riferimento 
Sommario: 3.1 I flussi informativi quale strumento necessario ai fini di una “good governance”. - 3.2 Il 
sistema informativo aziendale. - 3.2.1 Requisiti di un buon sistema informativo. - 3.2.2 Il sistema 
informativo secondo le Disposizioni di Vigilanza per le banche. - 3.3 I flussi informativi. - 3.3.1 I flussi 
informativi nelle Disposizioni di vigilanza: strumento di coordinamento.  
 
3.1 I flussi informativi quale strumento necessario ai fini di una “good 
governance” 
Nel primo capitolo sono stati presentati i connotati di una banca d’affari, nonché 
le funzioni operative di cui essa si caratterizza. Nel capitolo successivo è stata 
invece effettuata un’importante disamina di quelli che sono i compiti che svolgono 
gli organi aziendali e le funzioni di controllo nel sistema dei controlli interni, 
evidenziando il ruolo chiave che quest’ultimo riveste ai fini di un buon governo 
aziendale, in particolare nel caso della tipologia di banca di cui si sta trattando.  
In questo contesto, perché risulta rilevante parlare di flussi informativi? Dove e tra 
chi si collocano questi ultimi? Quali requisiti devono soddisfare? Ad oggi, nelle 
banche d’affari, è garantito un buon sistema informativo aziendale? 
A queste domande si darà risposta in questo capitolo, facendo riferimento da una 
parte ai requisiti che devono avere, secondo la dottrina aziendalistica, un buon 
sistema informativo e, in particolare, i flussi informativi di cui esso si compone; in 
seconda istanza sarà fatto un excursus di quanto disciplinato dalle Disposizioni di 
Vigilanza in materia, con connesse argomentazioni.  
Così come un efficace sistema dei controlli interni è necessario ai fini di una “good 
governance”, anche un buon sistema informativo risulta essere condizione 
imprescindibile per qualsiasi azienda e, in particolar modo, per una banca d’affari. 
L’adeguatezza dei flussi informativi prodotti dalle funzioni aziendali di controllo 
 





e da quelle di business, tra loro e verso gli organi aziendali, è fondamentale per 
aumentare la consapevolezza di questi ultimi circa ogni aspetto che riguarda la 
banca, e dunque per migliorare la qualità delle decisioni aziendali. 
 
3.2 Il sistema informativo aziendale 
Prima di entrare nel dettaglio del sistema informativo aziendale è necessario 
definire cosa sia un sistema in generale. Esso può essere identificato come una 
collezione di entità correlate tra loro e con il loro ambiente in modo da formare un 
tutt’uno. Il sistema viene realizzato da un certo numero di componenti collegate 
tra loro per qualche scopo, risultando tuttavia essere qualcosa di più rispetto alla 
somma delle sue parti. 
In astratto, un qualsiasi sistema è caratterizzato dalla presenza di: 
- confini: le entità di cui si compone sono all’interno di un recinto che delinea 
lo spazio del sistema stesso; 
- input: essi arrivano dall’ambiente e attraversano un’interfaccia per entrare 
nel sistema; 
- output: essi partono dal sistema per entrare nell’ambiente circostante. 
All’interno del sistema si verifica la trasformazione di input in output. 
 
L’azienda si compone di molti sistemi e quello informativo è solo uno di essi. Il 
più ampio, che comprende tutti gli altri, è proprio il sistema azienda, caratterizzato 
da più obiettivi o fini istituzionali e da una struttura costituita di persone, risorse e 
Figura 16 rappresentazione schematica di uno schema. Fonte: BORGHESAN A., “Sistemi informativi aziendali” 
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processi. Esso si compone poi di vari “sottosistemi”, come una sorta di matrioska, 
tra cui il sistema informativo. 
 
Figura 17 sistemi e sottosistemi in azienda. Fonte: BORGHESAN A., “Sistemi informativi aziendali” 
  
Il sistema informativo è sottoinsieme sia del sistema azienda, che di quello 
organizzativo. Questo fa intendere come il miglior sistema informativo non sia 
definibile a priori, ma sulla base dell’azienda e della struttura organizzativa di 
riferimento. È dunque necessario che sia costruito su misura di questi ultimi. Esso, 
a sua volta, contiene al suo interno il sistema informatico, inteso come l’insieme 
degli strumenti informativi impiegati per il trattamento automatico delle 
informazioni di un’organizzazione al fine di agevolare le funzioni del suo sistema 
informativo152.  
                                                          
152 BORGHESAN A., “Sistemi informativi aziendali”, materiale didattico presso l’Università di Venezia. 
 
 





Il sistema informativo può essere visto come «l’insieme interrelato degli elementi 
determinanti l’insieme organizzato dei procedimenti di trattamento e 
comunicazione dei dati finalizzato al soddisfacimento delle esigenze informative 
d’azienda con la massima efficacia ed efficienza».153 
Di fatto si tratta di un sistema di flussi di dati che collegati fra di loro consentono 
di acquisire informazioni in merito a ogni aspetto della vita aziendale facilitando 
il governo dell’azienda154. 
I caratteri di base e l’area di riferimento coincidono con il sistema aziendale, anche 
se di quest’ultimo considera solo l’aspetto delle informazioni nei diversi aspetti 
della loro produzione; in particolare: 
- l’insieme delle informazioni predisposte per soddisfare le esigenze 
conoscitive sia di carattere endogeno che esogeno; 
- il complesso delle procedure per la realizzazione e la trasmissione dei flussi 
informativi; 
- l’insieme dei mezzi tecnici, delle risorse umane e della struttura 
organizzativa alla base del processo155. 
Gli elementi di cui si compone il sistema informativo sono: 
- dati; 
- informazioni: insieme di dati già elaborati, strettamente connessi tra loro 
con un fine preciso; 
- risorse umane: sono le persone presenti nei diversi livelli della struttura 
organizzativa e caratterizzate da ruoli, relazioni, bisogni e aspettative; 
- risorse tecniche: infrastrutture necessarie per trasformare i dati in 
informazioni e fare viaggiare quest’ultime verso le persone competenti; 
                                                          
153 MARCHI L., “I Sistemi informativi aziendali”, pagg. 7,8, 1988. 
 
154 LATTANZI N. “Elementi di management e dinamica aziendale. Andamenti, decisioni, risultati”, volume 
primo, pag. 57, 2008 
 
155 MARCHI L., “I sistemi informativi aziendali”, pag.3, 1988. 
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- risorse metodologiche: l’insieme delle procedure che permettono di capire 
in che maniera vengono raccolti ed elaborati i dati e le modalità di 
diffusione dei flussi informativi. 
Il compito del sistema informativo, in definitiva, è: 
- raccogliere i dati; 
- conservare i dati raccolti, archiviandoli; 
- elaborare i dati, trasformandoli in informazioni; 
- distribuire l’informazione verso gli organi aziendali utilizzatori, al fine di 
consentire maggiore consapevolezza e migliori decisioni. 
 
3.2.1 Requisiti di un buon sistema informativo 
Riprendendo la definizione precedentemente esposta, è possibile ricondurre i 
requisiti che un buon sistema informativo aziendale deve soddisfare a due parole 
chiave: efficienza ed efficacia. 
Con la prima espressione si fa riferimento al rapporto input-output, inteso come la 
capacità di raggiungere il miglior risultato possibile con le risorse a 
disposizione156. 
Per efficacia si intende, invece, il massimo grado di raggiungimento degli obiettivi 
prefissi157. Si tratta di un giudizio sia quantitativo che qualitativo basato sul 
confronto tra il risultato ottenuto e quanto pianificato. 
Il sistema risulta essere efficace quando i flussi prodotti soddisfano l’esigenza 
informativa dei soggetti destinatari. Rientrano così, all’interno del requisito di 
efficacia, anche quelli di: 
                                                          
156 Tale concetto può essere interpretato o come miglior risultato ottenibile a parità di risorse, o col minor 
utilizzo quantitativo di risorse possibile a parità di risultati. 
 
157 LATTANZI N. “Elementi di management e dinamica aziendale. Andamenti, decisioni, risultati”, volume 
primo, pag. 58, 2008 
 
 









Per selettività è da intendersi la capacità del sistema di produrre solo le 
informazioni utili e necessarie per poter prendere le decisioni. L’eccessiva quantità 
di flussi informativi spesso non è un pregio, andando a generare confusione e poca 
chiarezza. Solo selezionando le informazioni rilevanti il sistema può risultare 
efficace. 
Per tempestività si fa riferimento in primo luogo al tempo che il sistema impiega 
per produrre i flussi informativi necessari al destinatario (tempo di risposta), ma 
anche alla capacità dello stesso di generare informazioni che coprono un arco 
temporale più o meno lungo e alla frequenza con cui un’informazione specifica 
viene richiesta. 
Un sistema è affidabile quando è in grado di produrre informazioni corrette. Tale 
requisito è ottenibile se sono corretti i dati di partenza e le modalità di elaborazione 
degli stessi. 
La flessibilità, infine, fa riferimento alla capacità del sistema di allinearsi 
continuamente alle modifiche delle esigenze informative che avvengono nel 
tempo. 
 
3.2.2 Il sistema informativo secondo le Disposizioni di Vigilanza per le banche 
Le disposizioni di vigilanza individuano nel sistema informativo uno strumento di 
primaria importanza per il conseguimento degli obiettivi strategici e operativi degli 
intermediari, in quanto: 
- dal punto di vista strategico, un sistema informativo sicuro ed efficiente, 
consente di sfruttare le opportunità offerte dalla tecnologia per ampliare e 
CAPITOLO III - FLUSSI INFORMATIVI AL SERVIZIO DELLA GOVERNANCE: 





migliorare i prodotti e i servizi per la clientela, accrescere la qualità dei 
processi di lavoro, favorire la dematerializzazione dei valori, ridurre i costi 
anche attraverso la virtualizzazione dei servizi bancari;  
- nell’ottica della sana e prudente gestione, il sistema informativo consente 
al management di disporre di informazioni dettagliate, pertinenti e 
aggiornate per l’assunzione di decisioni consapevoli e tempestive e per la 
corretta attuazione del processo di gestione dei rischi;  
- con riguardo al contenimento del rischio operativo, il regolare svolgimento 
dei processi interni e dei servizi forniti alla clientela, l’integrità, la 
riservatezza e la disponibilità delle informazioni trattate, fanno affidamento 
sulla funzionalità dei processi e dei controlli automatizzati;  
- in tema di compliance, al sistema informativo è affidato il compito di 
registrare, conservare e rappresentare correttamente i fatti di gestione e gli 
eventi rilevanti per le finalità previste da norme di legge e da regolamenti 
interni ed esterni158.  
La circolare 285 non prevede concrete misure di adozione, data la diversità degli 
specifici obiettivi strategici, della dimensione e della complessità operativa delle 
diverse banche159. Consente, tuttavia, alle stesse di avvalersi degli standard e best 
practices definiti a livello internazionale in materia di governo, gestione, sicurezza 
e controllo del sistema informativo. 
 
3.3 I flussi informativi 
Per flusso informativo si intende lo scambio, la trasmissione o la condivisione di 
un’entità astratta qualificabile come insieme di dati, informazioni vere e proprie o 
conoscenze. 
                                                          
158 Circolare n.285/2013, Titolo IV, Capitolo 4, Sezione I 
 
159 Si noti come ancora una volta valga il principio di proporzionalità. 
 





I dati costituiscono la materia prima di cui è strutturata l’informazione: la 
differenza sta nel fatto che i primi rappresentano fondamentalmente numeri, 
mentre l’informazione ha la capacità di aggregare gli stessi dotandoli di un 
significato atto a essere comunicato e utilizzato. Si può quindi affermare che 
l’informazione sia una contestualizzazione o interpretazione di un insieme di dati, 
attraverso la quale essi assumono un significato ben preciso e possono essere 
concretamente adoperati.  
La conoscenza rappresenta, infine, il risultato dell’elaborazione e 
dell’applicazione delle informazioni160. 
I flussi informativi sono l’elemento centrale dell’omonimo sistema. Essi non sono 
da considerarsi uno strumento accessorio, ma un vero e proprio bene strategico 
che, se gestito correttamente, può garantire la sopravvivenza o la differenziazione 
di un’organizzazione161.  
Il mantenimento di un efficiente sistema di flussi informativi è lo strumento a 
disposizione dell’impresa per intervenire con continuità nel miglioramento dei 
processi interni e per reagire con rapidità alle esigenze esterne162. 
Come tutti i beni che circolano all’interno dell’azienda, anche i flussi informativi 
devono essere organizzati in modo opportuno, determinandone mittenti e 
destinatari, nonché requisiti formali e sostanziali. Con riferimento a questi ultimi, 
affinché i flussi non si configurino come una mera trasmissione di dati, è 
necessario che le informazioni siano dotate di quantità e qualità tali da consentire 
il riconoscimento di situazioni problematiche: un eccesso di flussi di qualità 
scadente può contribuire a nascondere problemi rilevanti, mentre un’elevata 
                                                          
160SCIUTO D.,“Sistemi per la gestione dell’informazione”, 2009 
 
161 PENZO W., “Il sistema informativo in azienda”, corso di laurea in ingegneria dei processi gestionali A.A 
2003/2004 
 
162 CANDIELLO A., “I flussi informativi: strumento primario di supporto alla gestione dell’impresa”, luglio 
2005 
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qualità di informazioni in quantità adeguata può invece consentire di individuare 
necessità o potenzialità emergenti163. 
Affinché siano di qualità, è necessario, come già accennato, che i flussi informativi 
soddisfino requisiti di natura sostanziale oltre che formale. Come si dirà nel 
proseguo del capitolo, è esperienza diffusa nelle banche trovarsi di fronte a una 
pluralità di report assai ricchi di contenuti (requisito formale), ma poveri di 
commenti e indicazioni gestionali. Il rischio è dunque che, in assenza di essi, si 
cada nell’errore di trasmettere una moltitudine eccessiva di dati (e non 
informazioni). 
Affinché i flussi informativi siano utili per i processi decisionali, devono essere 
dotati delle seguenti caratteristiche: 
- rilevanza: l’informazione trasmessa deve essere pertinente alla decisione da 
rendere; 
- tempestività: il flusso ha utilità solo se disponibile nel momento 
decisionale; 
- accuratezza: le informazioni devono essere corrette e precise dato che 
informazioni non corrette portano in genere a cattive decisioni; 
- completezza: la mancanza di alcune informazione potrebbe causare 
decisioni sbagliate; 
- adeguata presentazione: l’informazione deve essere presentata con un 
layout che ne consenta il diretto utilizzo senza necessità di ulteriori 
elaborazioni; 
- accessibilità: le informazioni devono essere disponibili per chi le richiede. 
Occorre anche tenere conto che le informazioni sono dotate di soggettività, il che 
fa sì che il valore associato a un flusso può differire da individuo a individuo e dal 
                                                          
163 MIOLO VITALI P., “Il sistema delle decisioni aziendali”, 1993, pagg.28,29  
 
 





tipo di decisione. Inoltre è necessario che sia garantita la segretezza di alcune 
informazioni rilevanti164. 
 
3.3.1 I flussi informativi nelle Disposizioni di vigilanza: strumento di 
coordinamento.  
L’importanza che i flussi informativi rivestono all’interno di una banca è 
testimoniata dalle previsioni normative contenute nella circolare n.285/2013. Si 
noti che l’espressione “flussi informativi” ricorre per ben quarantanove volte 
all’interno del testo. 
Le Disposizioni di vigilanza affrontano l’argomento in esame sotto due profili: in 
primo luogo viene data notevole rilevanza al concetto di «gestione integrata dei 
rischi» e quindi alle esigenze di collaborazione tra funzioni e organi ai fini del 
raggiungimento di tale risultato; in seconda istanza viene trattata la necessità di 
un’attività di condivisione e diffusione delle informazioni: 
- tra gli organi aziendali e al loro interno; 
- tra le funzioni aziendali di controllo; 
- tra le funzioni aziendali di controllo e gli organi aziendali; 
- tra le funzioni aziendali di controllo e la struttura operativa. 
Con riferimento alla gestione integrata dei rischi, si legge: «il processo di gestione 
dei rischi è efficacemente integrato. Sono considerati parametri di integrazione, 
riportati a titolo esemplificativo e non esaustivo: la diffusione di un linguaggio 
comune nella gestione dei rischi a tutti i livelli della banca; l’adozione di metodi e 
strumenti di rilevazione e valutazione tra di loro coerenti (ad es., un’unica 
tassonomia dei processi e un’unica mappa dei rischi); la definizione di modelli di 
reportistica dei rischi, al fine di favorirne la comprensione e la corretta valutazione, 
anche in una logica integrata; l’individuazione di momenti formalizzati di 
coordinamento ai fini della pianificazione delle rispettive attività; la previsione di 
                                                          
164 SCIUTO D.,“Sistemi per la gestione dell’informazione”, 2009 
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flussi informativi su base continuativa tra le diverse funzioni in relazione ai 
risultati delle attività di controllo di propria pertinenza; la condivisione nella 
individuazione delle azioni di rimedio.165»  
Nel capitolo precedente166 si è parlato abbondantemente del concetto di gestione 
integrata dei rischi e di come le prescrizioni normative  si siano spostate sempre di 
più nel trattare questa tematica. All’interno di una banca, e in particolar modo di 
una banca d’affari, la gestione del rischio è diventata talmente centrale che più di 
risk management ad oggi risulta più coerente parlare di risk governance. Si pensi 
all’evoluzione dello SREP, alla normativa sul Risk Appetite Framework, alle 
prescrizioni contenute nella Bank Recovery and Resolution Directive (BRRD): 
l’unico modo perché ci sia coerenza, è determinare un’unica tassonomia di questi 
processi e una medesima mappatura dei rischi167; in altre parole, favorire la 
«diffusione di un linguaggio comune […] a tutti i livelli della banca». 
La diffusione di un linguaggio comune risulta essere, a ben vedere, l’asse portante 
su cui deve poggiare l’intera reportistica agli organi aziendali affinché essi 
maturino una comprensione e una corretta valutazione dei rischi. L’introduzione 
di strumenti di analisi integrati e armonizzati ha l’obiettivo di consentire maggiori 
sinergie, rendere più efficace ed efficiente l’operato delle funzioni di controllo e 
dunque creare una maggiore consapevolezza da parte degli organi aziendali 
nell’espletamento dei propri compiti. 
«Linguaggio comune», «comprensione dei rischi» e «maggiore consapevolezza da 
parte degli organi» sono tutte espressioni connesse al concetto di qualità dei flussi 
informativi. Nulla del genere si può ottenere tramite una mera diffusione di dati. 
                                                          
165 Circolare n.285/2013 Titolo IV, Capitolo 3, Sezione I.6 
 
166 Si legga il paragrafo 2.12 e ss. 
 
167 Nello specifico, si legga il paragrafo 2.12.3. 
 
 





Con riguardo al coordinamento e alla condivisione di informazioni tra organi e 
funzioni, l’analisi della normativa sarà scomposta secondo lo schema logico 
precedentemente illustrato. 
Per quanto concerne gli organi aziendali, nella Circolare si legge: «la circolazione 
di informazioni tra gli organi sociali e all’interno degli stessi rappresenta una 
condizione imprescindibile affinché siano effettivamente realizzati gli obiettivi di 
efficienza della gestione ed efficacia dei controlli. Le banche devono porre 
specifica cura nello strutturare forme di comunicazione e di scambio di 
informazioni complete, tempestive e accurate tra gli organi con funzioni di 
supervisione strategica, di gestione e di controllo, in relazione alle competenze di 
ciascuno di essi, nonché all’interno di ciascun organo168».  
Con riferimento ai flussi intercorrenti tra le funzioni aziendali di controllo, le 
Disposizioni prevedono comunicazioni specifiche tra i responsabili delle funzioni 
di risk management, compliance e internal audit. In particolare i responsabili delle 
funzioni di secondo livello devono informare quello della revisione interna delle 
«criticità rilevate nelle proprie attività di controllo che possano essere di interesse 
per l’attività di audit»; in senso opposto, invece, deve esserci un flusso che informi 
i primi delle «eventuali inefficienze, punti di debolezza o irregolarità emerse nel 
corso dell’attività di verifica […] riguardanti specifiche aree o materie di loro 
competenza169». 
Sono infine previsti flussi informativi tra le funzioni di controllo e altre funzioni 
aziendali ogni qualvolta si trovino ad essere in rapporto di reciproca 
interdipendenza, nonché comunicazioni tra le funzioni e gli organi aziendali. A 
quest’ultimo proposito è previsto che, con specifici regolamenti, siano definiti:  
                                                          
168 Circolare n.285/2013 Titolo IV, Capitolo 1, Sezione V.1.1. 
 
169 Circolare n.285/2013 Titolo IV, Capitolo 3, Sezione III.3.5. 
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- i soggetti tenuti a inviare, su base regolare, flussi informativi agli organi 
aziendali170; 
- contenuto minimo dei flussi informativi171. 
Tutto quanto appena esposto trova una sintesi formale nell’ambito di un apposito 
documento, approvato dall’organo con funzione di supervisione strategica, da 
divulgare a tutte le strutture interessate, finalizzato a garantire «una corretta 
interazione tra tutte le funzioni e organi con compiti di controllo, evitando 
sovrapposizioni o lacune» e in cui vengono «definiti i compiti e le responsabilità 
dei vari organi e funzioni di controllo, i flussi informativi tra le diverse 
funzioni/organi e tra queste/i e gli organi aziendali e, nel caso in cui gli ambiti di 
controllo presentino aree di potenziale sovrapposizione o permettano di sviluppare 
sinergie, le modalità di coordinamento e di collaborazione»172. 
 
3.4 Osservazioni sulla normativa di riferimento  
È stato analizzato il contenuto delle Disposizioni di Vigilanza con riferimento sia 
al sistema informativo, sia ai flussi intercorrenti tra funzioni e organi. Le 
prescrizioni normative sono abbastanza esaustive in materia? Quest’ultime danno 
realmente indicazioni circa le caratteristiche che devono avere le informazioni che 
arrivano agli organi aziendali? 
Con riguardo al primo aspetto la normativa resta sul generale, limitandosi ad 
evidenziare il perché un buon sistema sia necessario per una banca e rimandando 
all’intermediario, secondo il principio di proporzionalità, la scelta delle modalità 
                                                          
170 Prevedendo in particolare che, nell’ambito della struttura organizzativa della banca, i responsabili delle 
funzioni aziendali di controllo debbano riferire direttamente agli organi aziendali; 
 
171 Nel contenuto minimo devono essere inclusi, tra l'altro, il livello e l'andamento dell'esposizione della 
banca a tutte le tipologie di rischio rilevanti (creditizi, di mercato, operativi, reputazionali, ecc.), gli 
eventuali scostamenti rispetto alle politiche approvate dall’organo con funzione di supervisione 
strategica, le tipologie di operazioni innovative e i rispettivi rischi; si noti, ancora una volta, la centralità 
della tematica dei rischi. 
 
172 Circolare n.285/2013 Titolo IV, Capitolo 3, Sezione II.5. 
 
 





con cui implementarlo, fatta salva la possibilità di rifarsi agli standard e alle best 
practices riconosciute a livello internazionale173.  A parte queste indicazioni di 
carattere generale, il capitolo della Circolare n.285/2013 inerente al sistema 
informativo si sofferma per lo più su quello che è definibile come sistema 
informatico. Senza entrare nel dettaglio di quest’ultimo, non essendo oggetto della 
tesi, sarebbe auspicabile per il futuro che la normativa trattasse il sistema 
informativo dando istruzioni non solo per chi il sistema deve progettarlo, ma anche 
– e soprattutto – per chi deve governarlo. 
Per quel che concerne i flussi informativi, ad eccezione del riguardo mostrato verso 
il tema della «gestione integrata del rischio», le Disposizioni si limitano a 
prevedere che l’organo di supervisione strategica rediga un documento nel quale 
siano definiti «i flussi informativi tra le diverse funzioni/organi e tra queste/i e gli 
organi aziendali174», senza entrare nel dettaglio dei contenuti175 e dei requisiti che 




                                                          
173 Si legga paragrafo 3.2 
 
174 Si legga paragrafo 3.3.1 
 




Il sistema dei flussi informativi nelle banche d’affari: 
osservazioni e proposte migliorative  
Sommario: 4.1 Il sistema informativo nella realtà delle banche d’affari. Osservazioni e proposta di un 
modello innovativo. – 4.2 Il ruolo della funzione di internal audit nel modello innovativo.  
 
4.1 Il sistema informativo nella realtà delle banche d’affari. Osservazioni e 
proposta di un modello innovativo 
Dopo aver definito in astratto, nel precedente capitolo, quelli che sono i requisiti 
che un buon sistema informativo e i flussi di cui esso è composto devono possedere 
per risultare efficienti ed efficaci per la governance, è lecito domandarsi se nel 
concreto effettivamente tutto ciò venga realizzato nelle banche d’affari. 
Il sistema dei flussi informativi, ad oggi, è oggetto di valutazione in azienda? Esiste 
qualcuno che faccia periodicamente il punto circa la bontà dello stesso?  
Prima di rispondere, è necessario descrivere quel che accade ad oggi in una 
generica banca d’affari. Premesso che la mission ultima è la generazione di flussi 
determinanti per la governance, tale risultato viene raggiunto? In una banca 
d’investimento vi sono da un lato le funzioni aziendali di controllo, dall’altro le 
funzioni di business; sarebbe opportuno che da entrambe partissero dei flussi 
completi e coerenti destinati agli organi aziendali. Affinché si possa assistere a dei 
meccanismi di relazione tra funzioni e organi che siano ben funzionanti, occorre 
che siano definiti, per entrambe le tipologie di funzioni, sia opportuni requisiti di 
professionalità, sia la previsione di precisi flussi informativi. Se da un lato le 
Disposizioni di Vigilanza prevedono che le funzioni aziendali di controllo - 
nell’ambito dei loro compiti di assurance e dato il loro posizionamento gerarchico 
– generino flussi verso gli organi, lo stesso non avviene con riguardo alle altre 
funzioni aziendali. Queste ultime generalmente inviano report contenenti dati di 
rendicontazione di performance, ma spuri di indicazioni gestionali.  
 





Quel che si riscontra nella realtà è che di fatto vengono compilate mappature dei 
flussi senza che vi sia un vademecum, sia esso di natura intraziendale o normativo. 
Inoltre, manca un momento in cui la governance rifletta sull’efficienza e l’efficacia 
del sistema informativo, così come è assente un’entità che si occupi di verificare 
che esso sia ben funzionante. 
Oggi i flussi vengono disegnati dalle funzioni – di controllo e di business – stesse, 
mancando da un lato delle linee guida da rispettare e da l’altro un organismo 
garante che verifichi l’esistenza di eventuali gap di funzionamento o di disegno: 
potrebbe essere assente uno specifico report, oppure potrebbe esistere ma difettare 
di informazioni; o, ancora, potrebbe esistere, essere completo, ma non entrare nei 
giusti processi. Chi controlla tutto ciò? Ad oggi nessuno. 
Altro problema riscontrabile nel concreto è la discrasia esistente nella direzione 
dei flussi informativi, essendoci flussi rivolti dalle funzioni verso gli organi e 
soltanto raramente flussi di senso opposto. 
Emergono dunque due ambiti in cui si reputa necessario intervenire: 
- previsione di linee guida da parte della governance; 
- istituzione di un’entità che si faccia garante della funzionalità del sistema 
dei flussi informativi. 
Ai fini di una good governance è necessario che gli organi aziendali siano dotati 
di corrette e complete informazioni per prendere le migliori decisioni. Sembra 
quasi scontato che siano coloro che sono incaricati di effettuare tali scelte a dettare 
delle guidelines che orientino le funzioni a comunicare ciò che è ritenuto rilevante. 
Dovrebbe dunque essere l’organo con funzione di supervisione strategica a 
definire le stesse, così come è chiamato, dalle Disposizioni di Vigilanza, a definire 
le linee di indirizzo del sistema dei controlli interni176. Il tutto dovrebbe essere 
raccolto in un documento scritto che valga da vademecum per le funzioni e che 
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serva a chi dovrà controllare l’efficacia del sistema come base su cui fondare le 
proprie valutazioni. Tale documento potrebbe essere scritto dalla funzione 
organizzazione o anche da una società esterna; ciò che conta è che segua le linee 
guida definite dal consiglio di amministrazione e che lo stesso validi ex post ciò 
che è stato scritto. 
Con riguardo al secondo problema, chi dovrebbe essere incaricato come garante 
della correttezza, adeguatezza e funzionalità del sistema? 
Appare coerente che, innanzi tutto, venga scelta un’entità che si configuri come 
terza indipendente, così che agisca in assenza di conflitti di interesse. Il primo 
pensiero va a una società esterna incaricata di effettuare la valutazione. Per quanto 
non sia un’ipotesi scartabile a priori, è opinione dell’autore che potrebbe risultare 
inadatta in quanto molti flussi informativi sono coperti da segretezza; inoltre, una 
società esterna difetta di una visione trasversale di tutti i processi insiti 
nell’azienda. Non si esclude definitivamente tale possibilità, ma semmai come un 
plus rispetto a un’autovalutazione operata da un’entità interna. 
Potrebbe allora essere la funzione organizzazione a essere incaricata di tale 
compito o, ancora, la funzione aziendale di controllo di terzo livello: quella di 
internal audit. Tra le due è probabilmente preferibile la seconda in quanto gode di 
una posizione di indipendenza - tanto è vero che già è chiamata a garantire la 
completezza, l’adeguatezza, la funzionalità e l’affidabilità del sistema dei controlli 
interni177- e perché ha una visione trasversale di tutti i processi interni alla banca 
essendo già ad oggi incaricata di fare audit sugli stessi. 
Da un lato la previsione, da parte del consiglio di amministrazione, di linee guida 
da rispettare per il disegno dei flussi informativi e, dall’altro, una periodica 
valutazione effettuata dalla funzione di internal audit secondo una metodologia 
ben definita, andrebbero a definire un perimetro regolamentare entro al quale i 
flussi potrebbero muoversi in modo coerente, completo e ordinato. Gli organi 
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aziendali riceverebbero le informazioni in modo conforme alle linee di indirizzo 
fornite e a garantire la bontà delle stesse sarebbe la funzione di controllo di terzo 
livello. La figura 18 rappresenta graficamente quanto appena descritto. 
Potrebbero inoltre essere definiti dei piani periodici di backtesting, annuali e/o 
pluriennali, attraverso i quali verificare ex post se nell’arco di tempo considerato 
si sono ricevute le informazioni necessarie e, nel caso si riscontrassero carenze, 






Figura 18 Rappresentazione grafica del modello innovativo proposto. Elaborazione dell’autore. 
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4.2 Il ruolo della funzione di internal audit nel modello innovativo  
Quali sono le modalità con cui la funzione di controllo di terzo livello potrebbe 
effettuare il proprio compito di verifica dell’efficacia e della coerenza dell’intero 
sistema dei flussi informativi? L’intervento della funzione di internal audit 
potrebbe riassumersi in quelli che potrebbero essere definiti come i tre macro 
ambiti del test di audit: governance, design e functionality 
Si è già detto dell’esigenza che la funzione effettui una verifica del sistema rispetto 
ai suoi requisiti. Ma quali requisiti? Il punto di partenza per un test di audit deve 
essere l’esistenza di linee guida definite dell’organo con funzione di supervisione 
strategica. Allora il primo macro ambito di intervento si concretizza con le seguenti 
verifiche: 
- Il consiglio di amministrazione ha definito delle linee guida per la 
definizione dei flussi informativi da ricevere dalle funzioni? 
- Le linee guida sono state scritte in un “manuale” di regole ben definite, che 
definisca per lo meno dei requisiti minimi da rispettare? 
- Le linee guida sono state pubblicizzate, condivise e recepite all’interno di 
tutta la struttura organizzativa? 
Le guidelines degli organi aziendali sono, di fatto, le fondamenta di tutto 
l’impianto del sistema dei flussi informativi: senza di esse non è possibile né avere 
un sistema efficace, né avere un’entità che sia capace di effettuare verifiche sullo 
stesso. Allora risulta essere necessario che la prima dimensione dei controlli sia 
rivolta proprio all’esistenza di tali linee guida e alla loro formalizzazione, 
condivisione e recepimento. 
Atteso che le linee guida esistano, siano state scritte regole sulla base di esse e il 
tutto sia stato recepito dalle funzioni, si entra nel secondo macro ambito dei 
controlli, definibile come design, che riguarda le modalità con cui le funzioni 
disegnano i flussi:  
 





- Le singole funzioni hanno rispettato i requisiti minimi, definiti sulla base 
delle linee guida, nel disegnare i propri flussi? 
- Sono state in grado di tramutare le linee guida in opportune best practices? 
Nell’effettuare questo secondo livello di controlli, la funzione di internal audit 
deve dare assurance che i flussi disegnati dalle funzioni siano formalmente 
rispettosi di quelli che sono i requisiti definiti dagli organi aziendali. Si tratta, di 
fatto, di una verifica sull’impianto del sistema. 
Si arriva così al terzo ed ultimo macro ambito del test di audit: verifica 
dell’effettivo funzionamento del sistema, nonché, di fatto, l’obiettivo principale di 
tutto questo processo. Si noti come sia necessaria la definizione di step intermedi 
per poter raggiungere il fine ultimo dei controlli.  
Continuando con la similitudine precedentemente menzionata, il primo step si 
potrebbe definire come un controllo sulle fondamenta dell’impianto, mentre il 
secondo come una verifica sull’intero edificio costruito. Se il sistema è stato ben 
disegnato e lo è stato fatto nel rispetto di quanto richiesto dagli organi aziendali, 
occorre domandarsi: funziona? I flussi informativi che partono dalle diverse 
funzioni verso la governance, sono coerenti tra loro? È possibile riunirli a sistema 
per arrivare alla definizione di opportune scelte aziendali?  
Affinché il governo d’azienda abbia effettiva conoscenza di tutto ciò che sia 
necessario per prendere le migliori decisioni, occorre che i flussi, oltre a essere 
formalmente rispettosi dei requisiti minimi, siano anche sostanzialmente utili. Il 
test di audit ha proprio il compito di verificare questo nel continuo e, se necessario, 
apportare cambiamenti migliorativi. Scomponendo il processo in tre macro ambiti 
sarà più facile identificare eventuali lacune e correggerle. 
La figura 19 riassume in sintesi le tre fasi del test di audit. 
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Nel capitolo precedente si è evidenziato come le Disposizioni di Vigilanza si 
concentrino sul concetto di «gestione integrata dei rischi» e come sponsorizzino la 
previsione di un «linguaggio comune» necessario affinché gli organi aziendali 
possano maturare una completa identificazione e valutazione dei rischi178. Cosa 
significa, in concreto, «linguaggio comune»? Con tale espressione si fa riferimento 
alla capacità di tutte le funzioni coinvolte in un dato processo, siano esse di 
controllo o di business, di collaborare tra loro e, soprattutto, fornire flussi 
informativi verso gli organi aziendali che siano coerenti. Un modello come quello 
ipotizzato in questo capitolo potrà senza dubbio favorire tale coerenza, in quanto: 
- Si definiscono a priori le linee guida che indirizzeranno i flussi informativi 
nel modo desiderato; 
- Esiste un’entità garante, identificabile nella funzione di internal audit, che 
verificherà l’esistenza, la diffusione, il recepimento e l’applicazione di tali 
linee guida; 
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Figura 19 I macro ambiti del test di audit. Elaborazione dell'autore 
 





- Sono possibili correzioni laddove si manifestino delle lacune, sia a livello 
di impianto che di funzionamento. 
In questo modo  gli organi aziendali orienteranno ex ante i flussi nel modo 
desiderato e avranno a disposizione una funzione che nel continuo ed ex post 
verificherà che tutto il sistema informativo sia conforme e funzionale alla volontà 





Tutto quanto esposto in questa tesi ha un filo conduttore riassumibile in due parole: 
good governance. Quando in letteratura si parla di corporate governance si tende 
a farlo in modo parallelo, se non coincidente, all’analisi del sistema dei controlli 
interni. La necessità di un affidabile S.C.I è evidente e se ne è ampiamente discusso 
nel secondo capitolo.  
Tuttavia si è cercato di fare un “passetto” in più, andando in direzione di una tema 
poco spesso trattato: il sistema dei flussi informativi. 
La presenza di un sistema di flussi coerenti e affidabili porta a un duplice beneficio: 
da un lato migliora la funzionalità del sistema dei controlli stesso, essendo guidati 
e costantemente monitorati i flussi provenienti dalle funzioni aziendali di 
controllo; dall’altro si ha a disposizione informazioni rilevanti dalle funzioni di 
business, le quali non si traducono più in mere rendicontazioni di performance. 
Riunire a sistema, in modo coerente, i flussi provenienti dalle une e dalle altre 
funzioni consentirà alla governance di avere quella conoscenza necessaria per 
prendere le migliori scelte aziendali. 
In tempi di crisi bancarie è necessario che la letteratura si interroghi su ogni aspetto 
dell’attività bancaria ai fini di promuovere innovazioni volte a ristabilire il ritorno 
a una redditività oggi scarsa. La presenza di difficoltà di carattere esogeno è palese, 
a maggior ragione per le banche d’affari fortemente attive sui mercati finanziari. 
In un contesto simile appare coerente che un primo passo possa essere agire da 
subito verso il miglioramento dell’efficienza interna della banca. Oggi, data la 
difficoltà di ottenere ricavi, si parla assai di razionamento dei costi come via 
interna per un ritorno al profitto. Qualsiasi sia il percorso da intraprendere, tuttavia, 
affinché il cammino porti al risultato sperato è condizione necessaria che la 
governance sia edotta di tutto ciò che riguarda la vita aziendale. Non è possibile 
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