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ABSTRAK 
Rerangka Pengendalian Internal Sistem Enterprise Resource Planning: 
Studi Kasus pada PT Semen Tonasa 
 
Internal Control Framework Enterprise Resource Planning System: Case 
Study PT Semen Tonasa 
 
Noni Paramita Sudarli 
Grace T. Pontoh 
Rahmawati HS 
 
Penelitian ini bertujuan untuk mengembangkan rerangka pengendalian internal 
sistem ERP menurut Chang et al. dan melihat pengendalian internal sistem ERP 
PT Semen Tonasa berdasarkan rerangka pengendalian internal tersebut. 
Rerangka pengendalian internal sistem ERP yang dibangun terdiri dari 12 
dimensi audit dan 37 item pengendalian. Rerangka tersebut bertujuan untuk 
membantu auditor melakukan audit yang efektif dengan memeriksa titik 
pengendalian internal yang penting pada sistem ERP. Data penelitian ini adalah 
data primer yang diperoleh dengan metode wawancara. Temuan penelitian ini 
menunjukkan bahwa 37 item pengendalian dapat memberikan gambaran 
pengendalian internal perusahaan. Responden yang memberikan pendapat 
setuju terhadap item pengendalian internal pada rerangka tersebut. 
 
Kata Kunci: Rerangka Pengendalian Internal, Sistem ERP, Pengendalian TI 
 
 
This study aims to developing the internal control framework for ERP systems 
based on Chang et al. study and view internal controls ERP systems PT Semen 
Tonasa by the internal control framework. Internal control framework ERP system 
built with consists of 12 dimensions of audit and 37 items control. The framework 
aims to help auditors perform an effective audit by examining internal control 
points that are important to the ERP system. Research data is primary data 
obtained by interview. The findings of this study indicate that 37 items of control 
can provide an overview of internal control. Respondents who give opinion 
agreed about the items control in the framework. 
 
Key Words: Internal Control Framework, ERP System, IT Control 
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BAB I 
PENDAHULUAN 
 
1.1 Latar Belakang 
Penggunaan teknologi sangat berkembang dan sudah menjadi kebutuhan 
manusia dalam era digital saat ini. Teknologi dapat digunakan untuk 
mengomunikasikan dan menyebarkan informasi. Teknologi informasi sangat 
berkembang pesat. Dalam dunia bisnis, teknologi informasi (TI) sangat 
dibutuhkan untuk mengembangkan bisnis tersebut. Makin banyak perusahaan 
yang bergantung pada teknologi informasi (TI) untuk memroses informasi 
bisnisnya secara elektronis. Perusahaan membutuhkan sistem informasi yang 
dapat mendukung kebutuhan pengambilan keputusan dan berbagai informasi. 
Sistem informasi adalah serangkaian prosedur formal seperti data dikumpulkan, 
diproses menjadi informasi, dan didistribusikan ke para pengguna (Hall, 2011:7). 
Sistem informasi terdiri dari berbagai model, salah satunya yaitu sistem informasi 
akuntansi (SIA). 
Sistem informasi akuntansi memroses berbagai transaksi keuangan dan 
nonkeuangan yang secara langsung memengaruhi pemrosesan transaksi 
keuangan. Sistem informasi akuntansi selama ini diwakili oleh sejumlah 
pendekatan atau model yang berbeda-beda. Ada beberapa model sistem 
informasi, salah satunya adalah sistem Enterprise Resource Planning (ERP). 
Perusahaan menggabung dan memadukan berbagai kompenen peranti 
lunak yang sudah dibentuk sebelumnya dan membentuk sistem Enterprise 
Resource Planning (ERP) yang paling dapat memenuhi kebutuhan bisnis 
perusahaan. Sistem ERP berperan dalam mengintegrasikan dan 
mengotomatisasi proses bisnis yang berhubungan dengan aspek operasi, 
produksi maupun distribusi di dalam perusahaan. Penerapan sistem ERP ke 
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dalam perusahaan diharapkan dapat memberikan keuntungan seperti 
meningkatkan proses bisnis dan produktivitas perusahaan.  
Mengingat bahwa sistem ERP adalah popular dan mencakup segala 
sistem informasi yang digunakan oleh banyak organisasi dan karena 
peningkatan pertimbangan risiko yang terkait dengan teknologi informasi, 
keamanan informasi dan pengendalian internal yang berkaitan dengan sistem 
informasi telah sangat meningkat (Chang et al., 2014). Pengendalian internal 
dibutuhkan oleh perusahaan untuk mengontrol aktivitas mereka. COSO atau 
Committee of Sponsoring Organization of the Treadway Commission (2012) 
mendefinisikan pengendalian internal sebagai sebuah proses, dipengaruhi oleh 
entitas dewan, manajemen, dan personil lainnya, yang dirancang untuk 
memberikan keyakinan memadai tentang pencapaian tujuan seperti eferktivitas 
dan efisiensi operasi, keandalan laporan keuangan, dan kepatuhan terhadap 
peraturan. 
Sistem ERP dapat berdampak positif terhadap efektivitas pengendalian 
internal atas laporan keuangan. Namun, sistem ERP tidak selalu melindungi 
terhadap beberapa manipulasi sistem yang disengaja. Keamanan informasi dan 
pengendalian komputer dibutuhkan dalam pengendalian internal perusahaan. 
Pengendalian komputer merupakan hal yang penting. Pengendalian ini, yang 
secara khusus berhubungan dengan lingkungan TI dan audit TI. Oleh karenanya, 
dibutuhkan pengendalian teknologi informasi. Pengendalian internal yang 
berkaitan dengan sistem informasi sering disebut sebagai pengendalian TI. 
Mengingat bahwa pelaporan keuangan dibanyak entitas didasarkan pada sistem 
informasi seperti sistem ERP, teknologi informasi mengontrol pencapaian tujuan 
pengendalian internal. Pengendalian TI juga dapat mengelola dan melindungi 
informasi. 
Chang et al. (2014) mengembangkan rerangka pengendalian internal 
untuk memenuhi sistem ERP berdasarkan tinjauan literatur dan survei terhadap 
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para ahli dalam bidang audit dan teknoogi informasi. Penelitian tersebut 
mengusulkan rerangka kerja 12 dimensi dengan 37 item pengendalian bertujuan 
untuk membantu auditor melakukan audit yang efektif dengan memeriksa titik 
pengendalian internal yang penting dalam sistem ERP.  
Perusahaan juga memiliki rerangka pengendalian internal dalam sistem 
ERP. Manajemen diperlukan untuk membangun rerangka kerja, terutama ketika 
perusahaan telah go public. Perusahaan terus mengaudit efektivitas 
pengendalian internal sistem ERP. Dengan demikian, peningkatan jumlah 
perusahaan sudah mulai fokus pada pelaksanaan pengendalian yang efektif 
dalam sistem ERP sekaligus memberikan manajamen dan auditor eksternal 
rerangka yang cocok untuk menilai pengendalian internal sistem ERP. COSO 
merilis sebuah laporan berjudul “Internal Control-Integrated Framework” pada 
tahun 1992 dalam upaya untuk menggambarkan rerangka sistematis untuk 
pengendalian internal (Chang et al., 2014). Namun, laporan tersebut gagal untuk 
daftar kriteria tambahan dalam pelaksanaan dan penilaian pengendalian TI 
(O’Donnell et al., 2005). Mengacu pada item pengendalian tertentu akan 
memungkinkan manajemen dan auditor untuk melaksanakan prosedur 
pengendalian TI.  
Penggunaan rerangka kerja dapat digunakan untuk memandu penilaian 
hasil pengendalian internal dalam penilaian yang lebih komprehensif, dapat 
diandalkan, dan lengkap. Untuk mencapai tujuan tersebut di bidang teknologi 
informasi (TI) dalam lingkungan intensif saat ini, rerangka pengendalian harus 
mengonsep aspek penting dari pengendalian intern dalam konteks TI secara 
lengkap dan konsisten. Tidak adanya rerangka kerja yang komprehensif dan 
konseptual, kompleksitas sistem modern dapat mengalahkan auditor. Hal ini 
menunjukkan bahwa kualitas penilaian audit pengendalian internal tergantung 
pada model konseptual tempat rerangka bersandar (Tuttle dan Vandervelde, 
2007). 
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Setiap perusahaan memerlukan pengendalian internal untuk memenuhi 
sistem ERP. Sistem ERP memberikan keuntungan seperti meningkatkan proses 
bisnis dan produktivitas perusahaan. Oleh sebab itu, dibutuhkan pengendalian 
internal yang tepat. Mengingat bahawa pelaporan keuangan di banyak entitas 
didasarkan pada sistem informasi seperti sistem ERP (Chang et al., 2014). 
Salah satu perusahaan yang telah menggunakan teknologi informasi 
dalam melaksanakan proses dan kegiatan operasionalnya adalah PT Semen 
Tonasa. PT Semen Tonasa adalah perusahaan yang bergerak di industri semen. 
PT Semen Tonasa adalah perusahaan besar yang tentunya identik dengan 
sistem informasi yang kompleks. Bisnis pada PT Semen Semen Tonasa perlu 
ditangani dengan bantuan teknologi informasi yang memadai. Pemanfaatan 
teknologi informasi yang dilakukan oleh PT Semen Tonasa dapat membantu 
dalam penyebaran informasi yang pada mulanya sangat terbatas, sekarang telah 
dapat didistribusikan sesuai dengan kebutuhan perusahaan.  
Saat ini PT Semen Tonasa menggunakan sistem ERP produk SAP 
(System Application and Product). Sebelum menggunakan produk SAP, PT 
Semen Tonasa menggunakan produk JD Edward. Produk SAP digunakan 
Semen Tonasa karena saat ini Semen Tonasa, Semen Gresik, dan Semen 
Padang bergabung dalam strategic holding dengan nama PT Semen Indonesia 
Tbk yang tentunya setiap perusahaan tersebut menggunakan produk sistem 
ERP yang berbeda-beda. Itulah sebab dengan bersatunya perusahaan-
perusahaan tersebut menjadi PT Semen Indonesia Tbk, tentunya sistem yang 
digunakan harus sama yaitu SAP (Semen Indonesia, 2011). 
 
1.2 Rumusan Masalah 
Berdasarkan rerangka pengendalian internal yang dikembangkan oleh 
Chang et al. (2014), maka penelitian ini akan melanjutkan penelitian tersebut 
dengan rumusan masalah: bagaimana rerangka pengendalian internal sistem 
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ERP pada PT Semen Tonasa dengan mangacu pada rerangka pengendalian 
internal sistem ERP pada penelitian Chang et al. (2014)? 
 
1.3 Tujuan Penelitian 
Berdasarkan rumusan masalah yang telah dibuat, maka tujuan penelitian 
ini yaitu untuk memaparkan rerangka pengendalian internal sistem ERP pada PT 
Semen Tonasa dengan mangacu pada rerangka pengendalian internal sistem 
ERP pada penelitian Chang et al. (2014). 
 
1.4 Kegunaan Penelitian 
Kegunaan penelitian yang akan dicapai nantinya pada penulisan skripsi 
ini adalah sebagai berikut. 
1. Kegunaan Teoretis. Hasil penelitian diharapkan mampu untuk 
mengembangkan teori kontrol dan menambah konsep pengembangan 
pengendalian internal sistem ERP. 
2. Kegunaan Praktis. Hasil penelitian ini bagi perusahaan diharapkan 
mampu untuk memberikan referensi dalam pengendalian internal pada 
sistem ERP untuk menyediakan kualitas output sistem pengendalian 
internal sesuai dengan tujuan perusahaan. Bagi akademisi diharapkan 
memberikan informasi bagi pihak yang ingin menggunakannya sebagai 
bahan pembanding, pelengkap, dan menambah kepustakaan. 
 
1.5 Sistematika Penulisan 
Penulisan skripsi ini dibagi dalam lima bab sesuai dengan pedoman 
penulisan Fakultas Ekonomi dan Bisnis Unhas (2012). Bab tersebut terdiri dari 
pendahuluan, tinjauan pustaka, metode penelitian, hasil penelitian, dan penutup. 
Bab satu adalah bab pendahuluan. Bab pendahuluan terdiri dari latar 
belakang, rumusan masalah, tujuan penelitian, kegunaan penelitian, dan 
sistematika penulisan. 
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Bab dua adalah bab tinjauan pustaka. Bab tinjauan pustaka terdiri dari 
tinjauan teori. 
Bab tiga adalah bab metode penelitian. Bab metode penelitian terdiri dari 
rancangan penelitian, kehadiran peneliti, lokasi penelitian, sumber data, teknik 
pengumpulan data, teknik analisis data, pengecekan validitas data, dan tahap-
tahap penelitian. 
Bab empat adalah bab hasil penelitian. Bab ini menyajikan analisis data 
yang dikumpulkan dalam penelitian ini. 
Bab lima adalah bab penutup. Bab penutup terdiri dari kesimpulan, saran, 
dan keterbatasan penelitian. 
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BAB II 
TINJAUAN PUSTAKA 
 
2.1 Teori Control 
Teori control menjadi dasar pemodelan, analisis, dan rancangan untuk 
menerima umpan balik dari sistem manajemen. Teori control menyediakan 
mekanisme yang kuat untuk menghadapi perubahan tak terduga, ketidakpastian, 
dan gangguan pada sistem yang menggunakan umpan balik (Zhu et al., 2009). 
Setiap perusahaan membutuhkan pengendalian agar aktivitas perusahaan 
berjalan dengan baik. Abdelzaher et al. (2009) mengemukakan bahwa teori control 
memiliki tiga tujuan yaitu mengusahakan output sama dengan input, memastikan 
tindakan yang mengganggu tidak memengaruhi output secara signifikan, dan 
mendapatkan output terbaik. 
Suatu perusahaan harus dikendalikan yaitu harus ada perangkat-
perangkat untuk memastikan bahwa tujuan strategis organisasi dapat dicapai. 
Anthony dan Govindarajan (2005:3) menyebutkan setiap sistem pengendalian 
sedikitnya memiliki empat elemen yang terdiri dari sebagai berikut. 
1. Pelacak (detector) atau sensor 
Pelacak atau sensor adalah suatu perangkat yang mengukur apa 
yang sesugguhnya terjadi dalam proses yang sedang dikendalikan. 
2. Penilai (assessor) 
Penilai adalah suatu perangkat yang menemukan signifikansi dari 
peristiwa actual dengan cara membandingkannya dengan beberapa 
standar atau ekspektasi dari apa yang seharusnya terjadi. 
3. Effector 
Effector adalah suatu perangkat (yang lebih sering disebut “umpan 
balik”) yang mengubah perilaku jika assessor mengindikasikan 
kebutuhan untuk melakukan hal tersebut. 
4. Jaringan Komunikasi 
Jaringan komunikasi adalah perangkat yang meneruskan informasi 
antara detector dan assessor dan antara assessor dan effector. 
 
 
2.2 Sistem Enterprise Resource Planning 
Sistem Enterprise Resource Planning (ERP) merupakan hasil evolusi dari 
Manufacturing Requirement Planning (MRP I) dan berkembang menjadi 
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Manufacturing Resource Planning (MRP II). Pada 1970-an, Sistem MRP I 
dikembangkan untuk mengelola kebutuhan dan rencana produksi. Kemudian, 
sistem MRP II muncul pada 1980-an, yang bertujuan untuk mengoptimalkan 
proses manufaktur. Konsep ERP diperkenalkan pada awal 1990-an sebagai 
integrasi perusahaan dan fungsional inti proses bisnis organisasi, termasuk 
manufaktur, distribusi, akuntansi, keuangan, manajemen sumber daya manusia, 
manajemen proyek, manajemen persediaan, pelayanan dan pemeliharaan, dan 
sebagainya (She dan Thuraisingham, 2007). 
Dunia manufaktur membuat teknik perhitungan manufaktur. Dasar 
perhitungan adalah menggunakan Bill of Material yang berupa daftar kebutuhan 
bahan baku yang dibutuhkan untuk membuat suatu produk. Dengan perhitungan 
status persediaan barang serta jadwal produksi, sistem tersebut dapat 
memberikan rekomendasi pembelian bahan baku yang dibutuhkan. Sistem ini 
dikenal dengan MRP I, yang merupakan singkatan dari Material Requirement 
Planning. 
MRP I diintegrasikan dengan fungsi-fungsi bisnis manufaktur lain, yang 
kemudian menghasilkan sistem baru yang disebut dengan MRP II 
(Manufacturing Resource Planning).  MRP II  memperkenalkan konsep mengenai 
penyatuan kebutuhan material dan kebutuhan sumber daya untuk proses 
produksi. 
Pada awal tahun 1990-an dunia industri mengembangkan MRPII menjadi 
sebuah sistem dengan scope yang lebih luas yang kemudian dikenal dengan 
Enterprise Resource Planning (ERP). Pada dasarnya ERP adalah penambahan 
modul keuangan pada MRP II, sehingga lebih memudahkan bagi para pengambil 
keputusan menentukan keputusan-keputusannya. Penambahan modul lain 
meliputi proses manufaktur, distribusi, akuntansi, keuangan, manajemen sumber 
daya manusia, manajemen proyek, manajemen persediaan, pelayanan dan 
pemeliharaan, dan sebagainya. 
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Sistem Enterprise Resource Planning (ERP) adalah paket peranti lunak 
bermodul yang berevolusi dari sistem perencanaan sumber daya perusahaan 
tradisional manufacturing resource planning (MRP II) (Hall, 2011: 479). Tujuan 
dari ERP sistem adalah mengintegrasikan berbagai proses utama perusahaan 
seperti entri pesanan, produksi, pengadaan dan utang usaha, penggajian, dan 
sumberdaya manusia. Dengan melakukan hal tersebut, sistem komputer dapat 
melayani berbagai kebutuhan berbeda tiap area fungsional. Sistem ERP 
mendukung arus informasi yang lancar dan tak tampak di perusahaan dengan 
menyediakan lingkungan standar bagi berbagai proses bisnis perusahaan dan 
basis data operasional bersama yang mendukung komunikasi. ERP lebih dari 
sekedar sistem pemrosesan transaksi canggih. ERP adalah alat pendukung 
keputusan yang memberikan pihak manajemen informasi secara real-time, 
hingga memungkinkan adanya keputusan secara tepat waktu yang dibutuhkan 
untuk meningkatkan kinerja serta mencapai keunggulan bersaing. 
ERP adalah teknologi yang mendorong reformasi gaya hidup ekonomi 
dan berdampak ke masyarakat secara tidak langsung. Sistem ERP akan menjadi 
lebih canggih sehingga dibutuhkan keamanan informasi. Masalah keamanan ada 
di setiap aspek dari sistem ERP. Aspek ini dapat diklasifikasikan ke dalam tiga 
kategori yaitu lapisan jaringan, lapisan presentasi, dan lapisan aplikasi yang 
meliputi proses bisnis, antarmuka internal, dan basis data. (She dan 
Thuraisingham, 2007). Ketika seorang pelanggan/mitra berkomunikasi dengan 
sistem ERP, atau komponen bisnis yang berlokasi di tempat yang berbeda 
berinteraksi satu sama lain, masalah keamanan dalam kasus ini diklasifikasikan 
ke dalam domain keamanan jaringan. Ahli ERP tidak akan menangani kasus-
kasus ini secara langsung, bukan fungsi ini yang akan disediakan dengan 
memberi dari vendor lain di keamanan jaringan. 
Sistem ERP merupakan sistem yang mengintegrasikan seluruh aspek 
aktivitas organisasi ke dalam satu sistem informasi akuntansi (Romney dan 
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Steinbart, 2006:442). ERP berperan dalam perencanaan sumber daya organisasi 
dan berorientasi atau terfokus pada perusahaan (organization-oriented). 
Perangkat lunak ERP berupa kumpulan modul yang diterapkan di seluruh 
perusahaan dan menghubungkan seluruh bagian perusahaan di berbagai data 
yang sama. Karena cakupannya yang luas, sistem ERP dibagi atas beberapa 
modul dan setiap modul dibagi menjadi sub modul yang lebih kecil. Semua 
modul dalam sistem ERP saling melengkapi dan merupakan satu kesatuan. 
Pengendalian dalam sistem ERP sangatlah penting, mengingat bahwa pelaporan 
keuangan dibanyak entitas didasarkan pada sistem informasi sepeti sistem ERP. 
Sistem Enterprise resource planning (ERP) menjadi semakin penting 
sebagai bagian terintegrasi dari jaringan bisnis. Sistem tersebut mendukung 
“implementasi e-business” untuk kinerja perusahaan yang lebih baik, 
“mengintegrasikan kegiatan” untuk efisiensi perusahaan yang lebih tinggi, dan 
menikmati “arsitektur modular”, untuk ekstensi masa depan dan manfaat lebih 
lanjut. 
ERP merupakan software yang mengintegrasikan semua departemen 
dan fungsi suatu perusahaan, baik departemen penjualan, HRD, produksi, atau 
keuangan. Konsep ERP dapat dijalankan dengan baik jika didukung aplikasi dan 
infrastruktur komputer baik hardware/software sehingga pengolahan dapat 
dilakukan dengan mudah. Syarat terpenting dari sistem ERP adalah integrasi. 
Integrasi yang dimaksud adalah menggabungkan berbagai kebutuhan pada satu 
software dalam satu logical database, sehingga memudahkan semua 
departemen berbagi informasi dan berkomunikasi. 
Ada banyak kelemahan teknologi MRP dan MRP II. Dalam suatu 
perusahaan, beberapa sistem dapat dikembangkan oleh perusahaan itu sendiri, 
sementara yang lain dapat dikembangkan oleh vendor yang berbeda 
menggunakan database yang berbeda, bahasa, dan teknologi (She dan 
Thuraisingham, 2007). Sistem berbeda satu sama lain yang membuatnya sulit 
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untuk meng-upgrade teknologi bisnis, strategi, dan informasi organisasi secara 
efektif. Dengan komunikasi infrastruktur dan ERP, fungsi tersebut dikemas dalam 
beberapa komponen, sistem ERP dapat dengan mudah memenuhi persyaratan 
ini. She dan Thuraisingham (2007) menyebutkan bahwa sebuah sistem ERP 
yang khas setidaknya harus memiliki fitur berikut. 
1. Componentized—different business functionalities are designed as 
different components. 
2. Integrated—components are integrated and seamless data flow 
between components allows them to collaborate as a one function. 
3. Flexible—system is expandable and compatible with the old systems, 
the change to the business processes and strategies are easy to fulfill.  
4. Tailorable—system should be easily configured according to the 
enterprise’s needs. 
5. Real-time—the components work in real time, online, and batch 
processing modes should be available. 
6. Profitable—system must have the potential to reduce the cost or 
increase profit, since these are a company’s basic requirements and 
motivations. 
7. Secured—security schema has to be enforced to protect various 
enterprise resources regardless whether it is appropriate or sufficient. 
 
Hal tersebut menjelaskan bahwa sistem ERP yang khas setidaknya harus 
memiliki fitur. Fitur tersebut yaitu (1) Componentized-fungsi bisnis yang berbeda 
dirancang sebagai komponen yang berbeda, (2) Integrated-komponen yang 
terintegrasi dan aliran data yang mulus antar komponen memungkinkan mereka 
untuk berkolaborasi sebagai satu fungsi, (3) Flexible-sistem diupgrade dan 
kompatibel dengan sistem lama, perubahan pada proses bisnis dan strategi 
mudah untuk dipenuhi, (4) Tailorable-sistem harus mudah dikonfigurasi sesuai 
dengan kebutuhan perusahaan, (5) Real time-komponen bekerja secara real 
time, online, dan batch processing mode harus tersedia, (6) Profitable-sistem 
harus memiliki potensi untuk mengurangi biaya atau meningkatkan keuntungan, 
karena ini adalah persyaratan dasar perusahaan dan motivasi, dan (7) Secured-
skema keamanan harus ditegakkan untuk melindungi berbagai sumber daya 
perusahaan terlepas apakah sesuai atau memadai (She dan Thuraisingham, 
2007). 
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Sistem pelaporan perlu ditinjau dan diperbarui untuk mendukung 
kebutuhan pelaporan real-time. Transaksi harus dikendalikan dan 
didokumentasikan meskipun dokumentasi yang cukup dikendalikan namun tetap 
harus dikendalikan. Meskipun demikian, untuk mendokumentasikan keakuratan 
dan integritas informasi yang mengalir dari transaksi laporan harus cukup 
dipahami. Banyak informasi yang hilang dalam melewati mekanisme 
pengendalian data. Hubungan dan saling ketergantungan di antara transaksi dan 
proses (termasuk dimana transaksi dimulai dan berhenti) harus diidentifikasi. 
Sistem informasi diperlukan untuk dapat menentukan apa yang salah dalam 
pengolahan data, dimana pengendalian diperlukan, bagaimana mencegah dan 
mendeteksi masalah pengendalian, dan siapa yang bertanggung jawab untuk 
memantau pengendalian (Volonino et al., 2004). 
2.3 Pengendalian Internal 
Tujuan dari Pengendalian Internal–Rerangka Kerja adalah untuk 
membantu manajemen yang lebih baik mengendalikan organisasi dan 
memberikan dewan direksi kemampuan tambahan untuk mengawasi 
pengendalian internal. Sebuah sistem pengendalian internal memungkinkan 
manajemen untuk tetap fokus dengan mengejar organisasi operasinya dan 
tujuan kinerja keuangan, sementara operasi dalam batas-batas hukum yang 
relevan dan meminimalkan kejadian yang tidak dapat diprediksi di sepanjang 
jalan. Pengendalian internal memungkinkan organisasi untuk menangani lebih 
efektif dengan perubahan lingkungan ekonomi dan kompetitif, kepemimpinan, 
prioritas, dan perkembangan kembang model bisnis (COSO, 2012). Rerangka 
tersebut telah ditingkatkan dengan memperluas kategori tujuan pelaporan 
keuangan untuk menyertakan bentuk penting lainnya dari pelaporan, seperti 
pelaporan non-keuangan dan internal. COSO (2012) menyebutkan bahwa 
rerangka mencerminkan banyak pertimbangan perubahan dalam bisnis, operasi, 
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dan lingkungan peraturan selama beberapa dekade terakhir termasuk sebagai 
berikut. 
1. Expectations for governance oversight. 
2. Globalization of markets and operations. 
3. Changes and greater complexity in the business. 
4. Demands and complexities in laws, rules, regulations, and standards. 
5. Expectations for competencies and accountabilities. 
6. Use of, and reliance on, evolving technologies. 
7. Expectations relating to preventing and detecting fraud. 
 
Kutipan diatas menyebutkan bahwa rerangka mencerminkan banyak 
pertimbangan perubahan dalam bisnis, operasi, dan lingkungan peraturan 
selama beberapa dekade terakhir yaitu harapan untuk pengawasan tata kelola; 
globalisasi pasar dan operasi; perubahan dan kompleksitas dalam undang-
undang, aturan, peraturan, dan standar; harapan untuk kompetensi dan 
akuntabilitas; penggunaan dan kepercayaan pada teknologi yang berkembang; 
dan harapan yang berkaitan dengan pencegahan dan pendeteksian kecurangan 
(COSO, 2012). 
COSO (2012) menjelaskan bahwa rerangka pengendalian internal 
menetapkan tiga kategori tujuan yang memungkinkan organisasi untuk fokus 
pada aspek-aspek yang terpisah dari pengendalian internal. 
1. Operations Objectives—These pertain to effectiveness and efficiency 
of the entity’s operations, including operational and financial 
performance goals, and safeguarding assets against loss. 
2. Reporting Objectives—These pertain to internal and external financial 
and non-financial reporting and may encompass reliability, timeliness, 
transparency, or other terms as set forth by regulators, standard 
setters, or the entity’s policies. 
3. Compliance Objectives—These pertain to adherence to laws and 
regulations to which the entity is subject. 
 
Kutipan diatas menjelaskan bahwa tiga kategori tujuan yaitu tujuan operasional. 
tujuan pelaporan, dan tujuan kepatuhan agar dapat fokus pada aspek-aspek 
yang terpisah dari pengendalian internal. Tujuan operasi berkaitan dengan 
efektivitas dan efisiensi operasi entitas, termasuk tujuan kinerja operasional dan 
keuangan, dan menjaga aset terhadap kerugian. Tujuan pelaporan berkaitan 
dengan pelaporan keuangan dan non-keuangan internal dan eksternal dan 
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mungkin meliputi kehandalan, ketepatan waktu, transparansi, atau persyaratan 
lain yang ditetapkan oleh regulator, pembuat standar, atau kebijakan entitas. 
Tujuan kepatuhan berkaitan dengan kepatuhan terhadap hukum dan peraturan 
dimana entitas tunduk (COSO, 2012). 
COSO atau Committee of Sponsoring Organization of the Treadway 
Commission (2012) mendefinisikan pengendalian internal sebagai sebuah 
proses, yang dipengaruhi oleh entitas dewan, manajemen, dan personil lainnya, 
yang dirancang untuk memberikan keyakinan memadai tentang pencapaian 
tujuan seperti eferktivitas dan efisiensi operasi, keandalan laporan keuangan, 
dan kepatuhan terhadap peraturan. Definisi pengendalian internal diperluas 
untuk dua alasan. Pertama, pengendalian internal menangkap konsep-konsep 
penting yang mendasar untuk bagaimana organisasi dirancang, 
diimplementasikan, dan melakukan pengendalian intern dan menilai efektivitas 
sistem pengendalian intern mereka, memberikan dasar untuk aplikasi di berbagai 
jenis organisasi, industri, dan wilayah geografis. Kedua, definisi mengakomodasi 
bagian dari pengendalian internal. 
Sebuah sistem pengendalian internal diharapkan dapat memberikan 
organisasi dengan keyakinan memadai bahwa tujuan-tujuan yang berkaitan 
dengan pelaporan eksternal dan kepatuhan terhadap hukum dan peraturan yang 
akan dicapai. Mencapai tujuan-tujuan yang sebagian besar didasarkan pada 
undang-undang, aturan, peraturan, atau standar yang ditetapkan oleh legislator, 
regulator, dan pembuat standar, tergantung pada cara aktivitas dalam kendali 
organisasi dilakukan. Umumnya, manajemen dan/atau dewan memiliki 
kewenangan yang lebih besar dalam menetapkan tujuan pelaporan internal yang 
tidak didorong terutama oleh pihak eksternal tersebut. Namun, organisasi dapat 
memilih untuk menyelaraskan tujuan pelaporan internal dan eksternal untuk 
memungkinkan pelaporan internal untuk lebih mendukung pelaporan eksternal 
entitas. 
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Pengendalian internal yang dijelaskan dalam SAS 78 terdiri dari lima 
komponen (Hall, 2011:127). COSO (2012) menyebutkan bahwa lima komponen 
tersebut terdiri dari. 
1. Control Environment. Control environment is the set of standards, 
processes, and structures that provide the basis for carrying out 
internal control across the organization. The board of directors and 
senior management establish the tone at the top regarding the 
importance of internal control and expected standards of conduct. 
2. Risk Assessment. Risk assessment involves a dynamic and iterative 
process for identifying and analyzing risks to achieving the entity’s 
objectives, forming a basis for determining how risks should be 
managed. Management considers possible changes in the external 
environment and within its own business model that may impede its 
ability to achieve its objectives. 
3. Control Activities. Control activities are the actions established by 
policies and procedures to help ensure that management directives to 
mitigate risks to the achievement of objectives are carried out. Control 
activities are performed at all levels of the entity and at various stages 
within business processes, and over the technology environment. 
4. Information and Communication. Information is necessary for the 
entity to carry out internal control responsibilities in support of 
achievement of its objectives. Communication occurs both internally 
and externally and provides the organization with the information 
needed to carry out day-to-day internal control activities. 
Communication enables personnel to understand internal control 
responsibilities and their importance to the achievement of objectives. 
5. Monitoring. Ongoing evaluations, separate evaluations, or some 
combination of the two are used to ascertain whether each of the five 
components of internal control, including controls to effect the 
principles within each component, are present and functioning. 
Findings are evaluated and deficiencies are communicated in a timely 
manner, with serious matters reported to senior management and to 
the board. 
 
Organisasi dan auditor menggunakan rerangka kerja untuk memandu 
desain dan evaluasi pengendalian internal. Untuk mencapai tujuan pengendalian 
internal di bidang teknologi informasi (TI) lingkungan intensif ini, rerangka 
pengendalian harus mengonsep aspek penting dari pengendalian intern dalam 
konteks TI secara lengkap dan logis konsisten. Dengan tidak adanya rerangka 
kerja yang komprehensif dan rerangka konseptual, kompleksitas sistem modern 
dapat mengalahkan auditor (Tuttle dan Vandervelde, 2007).  
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2.4 Pengendalian Teknologi Informasi 
Teknologi informasi mendorong proses pelaporan keuangan organisasi 
modern. Sistem otomatis memulai, wewenang, catatan, dan melaporkan dampak 
dari transaksi keuangan. Dengan demikian, hal tersebut adalah elemen yang 
tidak mungkin terlepaskan dari proses pelaporan keuangan yang SOX dianggap 
dan harus dikendalikan. SAS 78/COSO mengidentifikasi dua kelompok dewan 
pengendalian sistem informasi: pengendalian aplikasi (application controls) dan 
pengendalian umum (general controls) (Hall, 2011:654). Tujuan dari 
pengendalian aplikasi adalah untuk memastikan validitas, kelengkapan, dan 
akurasi transaksi keuangan. Pengendalian ini dirancang untuk aplikasi-spesifik. 
Pengendalian umum memiliki nama lain dalam rerangka lainnya, termasuk 
pengendalian komputer umum dan pengendalian teknologi informasi. Apapun 
nama yang digunakan, mereka termasuk pengendalian atas tata kelola TI, 
infrastruktur TI, keamanan dan akses ke sistem operasi dan database, akuisisi 
aplikasi dan pengembangan, dan perubahan program. Pengendalian umum tidak 
mengontrol transaksi tertentu, pengendalian umum memiliki efek pada integritas 
transaksi. 
Seluruh transaksi dan kegiatan harus dicatat dalam daftar yang 
menunjukkan siapa yang mengakses data apa, dan dari terminal mana. Daftar-
daftar ini harus sering ditinjau untuk mengawasi kegiatan sistem dan menelusuri 
masalah apa pun ke sumbernya.  Beberapa software analisis dan manajemen 
risiko tersedia untuk melakukan review atas sistem dan jaringan komputer. 
Sistem-sistem ini mengevaluasi standar keamanan yang telah ditetapkan dan 
menguji kelemahan yang ditemukan dalam sistem dan saran-saran untuk 
perbaikan, akan dihasilkan. Parameter biaya dapat dimasukkan agar perusahaan 
dapat menyeimbangkan tingkat kerentanan dan efektivitas biaya. Program 
pendeteksi penerobosan serta software utilitas juga dapat mendeteksi masukan 
illegal ke dalam sistem. 
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Salah satu komponen pengendalian internal yaitu aktivitas pengendalian 
yang terdiri dari pengendalian komputer dan pengendalian fisik. (Hall, 2011:130). 
Pengendalian komputer (control IT) adalah hal yang penting. Pengendalian ini, 
yang secara khusus berhubungan dengan lingkungan TI dan audit TI, terbagi ke 
dalam dua kelompok umum yaitu pengendalian umum dan pengendalian 
aplikasi. Pengendalian umum berkaitan dengan perhatian pada keseluruhan 
perusahaan, seperti pengendalian atas pusat data, basis data perusahaan, 
pengembangan sistem, dan pemiharaan program. Pengendalian aplikasi 
memastikan integritas sistem tertentu seperti aplikasi pemrosesan pesanan 
penjualan, utang usaha, dan aplikasi penggajian. 
Tujuan utama dari pengendalian aplikasi adalah untuk melindungi, 
mendeteksi, dan mengoreksi kesalahan dalam transaksi ketika mengalir melalui 
berbagai tahap dalam program pemrosesan data (Romney dan Steinbart, 
2006:297). Dengan kata lain, pengendalian memastikan integritas masukan 
aplikasi tertentu, data yang disimpan, program, transmisi data, dan output. 
Perusahaan harus membentuk prsosedur pengendalian untuk memastikan 
bahwa semua dokumen sumber memiliki otorisasi, akurat, lengkap, jelas, dan 
masuk ke dalam sistem atau dikirim ke tujuannya dengan tepat waktu. 
Kepemimpinan dan pemerintahan kategori juga melibatkan penyusunan 
strategi keamanan informasi yang membahas ancaman informasi dengan 
melakukan penilaian risiko yang bertujuan untuk mengidentifikasi strategi mitigasi 
dan pengendalian yang diperlukan. Strategi keamanan informasi harus dikaitkan 
dengan strategi organisasi dan TI untuk memastikan bahwa tujuan organisasi 
terpenuhi baik dalam jangka pendek dan dalam jangka panjang (Veiga dan Eloff, 
2007). 
Ada dua metode untuk mengamankan sistem ERP: pengendalian akses 
dan logging (She dan Thuraisingham, 2007). Banyak perusahaan akan gagal 
dalam upaya keamanan ERP mereka karena desain pengendalian keamanan 
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dan implementasi yang mahal dan memakan waktu. Pengendalian keamanan 
yang ketat membuat operasi menjadi lebih kompleks, sehingga karyawan tidak 
akan senang melihat itu. Dalam sebuah perusahaan besar, akan ada banyak 
kegiatan yang menyangkut perubahan tingkat otorisasi karyawan, seperti 
promosi, penugasan, atau penghentian. Ini akan membuat pengendalian akses 
berbasis pengguna sangat sulit untuk melaksanakan, dan administrator akan 
selalu merasa lelah berurusan dengan masalah ini. Sistem logging yang lebih 
rinci akan membawa biaya tinggi dan kinerja rendah ke sistem, karena harus 
menelusuri setiap peristiwa dan log segala sesuatu secara rinci. Oleh karena itu, 
pengguna tidak akan senang. 
Dalam Romney dan Steinbart (2006:278) menjelaskan bahwa beberapa 
klasifikasi pengendalian yang membantu untuk memastikan pengamanan sistem 
yaitu pemisahan tugas dalam fungsi sistem, pengendalian akses secara fisik dan 
logis, perlindungan atas PC dan jaringan klien/server, serta pengendalian atas 
interbet dan e-commerce. 
Pemisahan tugas dalam fungsi sistem yaitu membagi dengan jelas 
otoritas dan tanggung jawab diantara administrasi sistem, manajemen 
perubahan, pemakai, analisis sistem, programmer, operator komputer, pengelola 
perpustakaan sistem informasi, serta kelompok pengendalian data. Kelompok 
pengendali data memastikan bahwa data sumber telah disetujui dengan benar, 
mengawasi arus kerja melalui komputer, merekonsiliasi input dan output, 
mempertahankan catatan tentang kesalahan input untuk memastikan kesalahan 
tersebut diperbaiki dan dimasukkan kembali, serta mendistribusikan output 
sistem. Pemisahan tugas dalam fungsi sistem menghindari risiko berupa 
penipuan komputer. 
Pengendalian atas akses secara fisik yaitu kemampuan secara fisik untuk 
menggunakan perlengkapan komputer. Bentuk pengendaliannya yaitu 
meletakkan komputer dalam ruangan terkunci, membatasi akses ke personil 
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yang memiliki otorisasi saja, buat jalan masuk yang terkunci dengan aman dan 
diawasi dengan baik, meminta ID pegawai, meminta pengunjung untuk 
menandatangani daftar tamu ketika mereka masuk dan meninggalkan lokasi, 
menggunakan sistem alarm, membatasi akses ke saluran telepon pribadi yang 
tidak terdeteksi ke terminal dan PC yang memiliki otorisasi, install pengunci pada 
PC dan peralatan komputer lainnya, membatasi akses ke program off-line data 
serta perlengkapannya, simpan komponen sistem yang penting jauh dari bahan 
berbahaya, dan pasang detektor asap dan api serta pemadam api. Pengendalian 
atas akses secara fisik mengurangi risiko kerusakan komputer dan file seperti 
akses yang tidak memiliki otorisasi ke data rahasia. 
Pengendalian atas akses secara logis menghindari ancaman atas akses 
yang tidak memiliki otorisasi ke software sistem, program aplikasi, serta sumber 
daya sistem lainnya. Pengendalian atas akses secara logis yaitu klasifikasi 
pengamanan data (tidak ada batasan, hanya untuk pegawai, hanya untuk pemilik 
dan manajemen puncak dan lain-lain), menetapkan hak akses pegawai dari 
pihak luar, tinjau aktivitas mereka yang dapat mebaca, menghapus, dan 
mengubah data. Kenali pemakai melalui hal-hal yang mereka ketahui (password, 
PIN, jawaban atas pertanyaan pribadi) atau yang mereka miliki (kartu identitas, 
kartu pegawai aktif) atau melalui karakteristik personal mereka (sidik jari, pola 
suara, pemindai retina, bentuk wajah, tanda tangan, dan sistem sandi tekan), 
pemeriksaan kesesuaian, dan matriks pengendalian akses. 
Perlindungan atas PC dan jaringan klien/server mengurangi risiko 
kerusakan file komputer dan perlengkapannya; akses yang tidak memiliki 
otorisasi ke data rahasia; pemakai yang tidak dikenali oleh sistem keamanan. 
Dalam desakan untuk berpindah dari sistem komputer pusat ke jaringan 
klien/server, banyak perusahaan yang gagal mengembangkan sistem yang 
memadai pengendalian internal untuk jaringan klien/server mereka.  
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Pengendalian internet dan e-commerce menghindari ancaman kerusakan 
file data dan perlengkapan. Pengendalian internet dan e-commerce terdiri dari 
password, enkripsi, verifikasi routing, software pendeteksi virus, firewall, 
pembuatan jalur khusus, penggunaan amplop elektronis, tolak akses pegawai ke 
Internet, dan server internet tidak terhubung dengan komputer lainnya di 
perusahaan. 
Hubungan antara tata kelola perusahaan dan keamanan TI sangat kuat 
(Volonino et al., 2004). Mengacu pada item pengendalian pada teknologi 
informasi akan memungkinkan manajemen dan auditor untuk melaksanakan 
prosedur pengendalian teknologi informasi. Namun, prosedur teknologi informasi 
tidak hanya mempertimbangkan lingkungan dalam entitas tetapi juga mengontrol 
yang berkaitan dengan lingkungan eksternal (Chang et al., 2014).   
 
2.5 Penelitian Terdahulu 
Penelitian ini melanjutkan penelitian terdahulu. Dalam penelitian Chang et 
al (2014) mengusulkan rerangka kerja 12 dimensi dengan 37 item pengendalian 
yang bertujuan untuk membantu auditor melakukan audit yang efektif dengan 
memeriksa titik pengendalian internal yang penting dalam sistem ERP. Aliran 
penelitian yang dipresentasikan dalam penilitian ini yaitu strategi teoretis dan 
metodologis yang dikembangkan oleh Gowin. Interaksi dari strategi tersebut yaitu 
teoritis dan metodologis yang menggabungkan konsep dan metode yang relevan 
untuk mencapai tujuan penelitian. Sebuah tinjauan literatur dilakukan sebelum 
pengembangan rerangka kerja pengendalian internal untuk sistem ERP. Untuk 
tujuan tersebut, dua langkah yang dilakukan dalam tinjauan literatur adalah 
mengumpulkan literatur dan melakukan prosedur coding.  
Berdasarkan hasil tinjauan literatur dan prosedur coding maka penelitian 
tersebut menghasilkan 12 dimensi dan 51 item pengendalian. Empat belas item 
pengendalian dianggap tidak penting dan dihapus setelah menghitung CVR 
(Content Validity Ratio). Item pengendalian internal awal yang dimodifikasi lebih 
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lanjut dengan mengacu pada saran yang diberikan oleh 18 responden ahli 
melalui kuesioner. Kuesioner dibagikan untuk mengumpulkan pendapat para 
responden ahli. Dimensi dan item pengendalian disaring untuk menentukan yang 
mana yang dapat memenuhi pengendalian sistem ERP. Kuesioner yang 
dibagikan bersifat semi terbuka, sehingga responden ahli dapat memberikan 
umpan balik yang relevan pada item yang penting yang berkaitan dengan 
pengendalian sistem ERP. Berdasarkan hal tersebut, rerangka yang dihasilkan 
terdiri dari 12 dimensi dan 37 item pengendalian untuk rerangka pengendalian 
internal sistem ERP. Rerangka tersebut yang akan diteliti untuk studi kasus. 
Studi kasus yang dilakukan Chang et al. (2014) yaitu dengan metode 
wawancara.  Hasil wawancara terlampir pada lampiran 3. 
Hasil studi kasus Chang et al. (2014) yaitu rerangka pengendalian 
internal untuk sistem ERP pada perusahaan kasus dapat membantu karyawan 
untuk secara efektif mengelola pengendalian teknologi informasi. Rerangka yang 
diusulkan relatif lengkap dan lebih mudah diterima, meskipun beberapa item 
pengendalian tidak cocok untuk perusahaan tersebut namun rerangka yang 
diusulkan ini dapat digunakan. 
Rerangka pengendalian internal sistem ERP bertujuan untuk 
meningkatkan efisiensi audit teknologi informasi dan meringankan risiko 
pengendalian. Auditor internal dan kepala departemen sistem informasi 
manajemen dapat mengembangkan hubungan dan berkomunikasi mengenai 
efektivitas pengendalian internal dengan mengacu pada rerangka yang 
diusulkan. 
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BAB III 
METODE PENELITIAN 
 
3.1 Rancangan Penelitian 
Penelitian ini bermaksud untuk melanjutkan penelitian Chang et al. 
(2014). Metode penelitian yang digunakan adalah metode kualitatif. Metode 
kualitatif digunakan dalam penelitian ini dengan cara melakukan studi kasus 
empiris untuk mengetahui kelayakan rerangka kerja yang diusulkan oleh 
penelitian sebelumnya. Studi kasus tersebut termasuk menanyakan mengenai 
kepantasan dan tingkat kepentingan dari rerangka kerja pengendalian internal 
dalam memenuhi sistem ERP yang telah dikembangkan pada objek penelitian. 
 
3.2 Kehadiran Peneliti 
Kehadiran peneliti mutlak diperlukan karena peneliti adalah instrumen 
penelitian sekaligus pengumpul data. Selain kehadiran peneliti, pertanyaan-
pertanyaan tertulis juga sudah disiapkan sebagai instrumen penelitian. Adapun 
instrument pengumpulan data yang lain selain manusia adalah berbagai alat 
bantu berupa dokumen-dokumen lainnya yang dapat digunakan untuk 
menunjang keabsahan hasil penelitian, namun berfungsi sebagai instrument 
pendukung. 
Peran peneliti dalam penelitian ini sebagai partisipan penuh. Kehadiran 
peneliti diketahui statusnya sebagai peneliti oleh informan. 
 
3.3 Lokasi Penelitian 
Untuk mendapatkan data dalam penyusunan penelitian ini, maka peneliti 
melakukan penelitian di PT Semen Tonasa  yang berada di Kabupaten Pangkep 
Provinsi Sulawesi Selatan. 
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3.4 Sumber Data 
Bentuk data dari penelitian ini adalah data primer dan data sekunder. 
Data primer adalah data yang didapatkan pada saat penelitian dilakukan, yang 
memerlukan pengolahan lebih lanjut sedangkan data sekunder adalah data yang 
sudah tersedia atau data yang sudah melalui pengelolaan. Pada penelitian ini 
data primer diperoleh dengan cara wawancara dan data sekunder (misalnya 
dokumen operasi yang relevan dan file) digunakan untuk analisis dan pendukung 
hasil wawancara. Kriteria informan yaitu orang yang bersedia menjadi 
interviewee dan memahami penggunaan sistem ERP. 
 
3.5 Teknik Pengumpulan Data 
Pengumpulan data dilakukan untuk memperoleh data pada penelitian ini. 
Teknik pengumpulan data dilakukan dengan cara wawancara dan dokumen. 
Wawancara adalah pertemuan dua orang untuk bertukar informasi dan ide 
melalui tanya jawab, sehingga dapat dikonstruksikan makna dalam suatu topik 
tertentu (Sugiyono, 2011:231). Dokumen merupakan catatan peristiwa yang 
sudah berlalu. Dokumen bisa berbentuk tulisan, gambar, atau karya-karya 
monumental dari seseorang. Studi dokumen merupakan pelengkap dari 
penggunaan metode observasi dan wawancara dalam penelitian kualitatif 
(Sugiyono, 2011:240). 
Wawancara terstruktur dan mendalam digunakan sebagai teknik 
pengumpulan data pada penelitian ini. Dalam melakukan wawancara, peneliti 
telah menyiapkan pertanyaan-pertanyaan dari penelitian Chang et al. (2014). 
Pertanyaan-pertanyaan tersebut memiliki alternatif jawaban. Pertanyaan-
pertanyaan tersebut tersaji dalam tabel 3.1. 
 
3.6 Teknik Analisis Data 
Menurut Sugiyono (2011:244) analisis data adalah proses mencari dan 
menyusun secara sistematis data yang diperoleh dari hasil wawancara, catatan 
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lapangan, dan dokumentasi, dengan cara mengorganisasikan data ke dalam 
kategori, menjabarkan ke dalam unit-unit, melakukan sintesa, menyusun ke 
dalam pola, memilih mana yang penting dan yang akan dipelajari, dan membuat 
kesimpulan sehingga mudah difahami oleh diri sendiri maupun orang lain. Miles 
dan Huberman dalam Sugiyono (2011:246), mengemukakan bahwa aktivitas 
dalam analisis data kualitatif dilakukan secara interaktif dan berlangsung secara 
terus menerus sampai tuntas, sehingga datanya sudah jenuh. Aktivitas dalam 
analisis data, yaitu data reduction, data display, dan conclusion 
drawing/verification. Spradley dalam Sugiyono (2011:253) menjelaskan 
mengenai proses penelitian berangkat dari yang luas, kemudian memfokus, dan 
meluas lagi. Menurutnya, terdapat tahapan analisis data yang dilakukan dalam 
penelitian kualitatif yaitu analisis domain, taksonomi, komponensial, dan analisis 
tema kultural. 
Analisis data yang digunakan dalam penelitian ini yaitu analisis data 
dengan menggunakan alat analisis rerangka Chang et al. (2014) yang disajikan 
pada tabel 3.1. Hasil penelitian akan membahas mengenai. 
1. Penjelaskan mengenai sistem ERP PT Semen Tonasa 
2. Pemaparan rerangka pengendalian internal sistem ERP PT Semen Tonasa 
berdasarkan rerangka sistem ERP pada penelitian Chang et al. (2014). 
3. Pemberian perbandingan antara studi kasus PT Semen Tonasa dengan 
studi kasus pada penelitian Chang et al. (2014) 
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Tabel 3.1 
Pertanyaan-Pertanyaan Wawancara 
DIMENSI AUDIT PERTANYAAN 
Definisi fungsi dan 
tanggung jawab di 
bagian pengelolaan 
data 
 
Apakah ada definisi yang jelas untuk menjaga tanggung jawab di 
departemen sistem informasi manajemen? 
 
Apakah ada prosedur aplikasi untuk sistem akun (otorisasi)? 
 
Apakah akun (otorisasi) dibatalkan ketika karyawan berhenti? 
 
Apakah otorisasi pengguna terus ditinjau? 
Pengembangan 
sistem dan 
pengendalian atas 
modifikasi program 
 
Apakah ada prosedur aplikasi bagi permintaan untuk 
memodifikasi program pada sistem? 
 
Apakah spesifikasi modifikasi sudah dikonfirmasi oleh 
departemen sistem informasi manajemen dan departemen yang 
mengajukan permintaan? 
 
Apakah program dokumen SA (Systems Analysis) dan SD 
(Systems Development) terus modifikasi? 
 
Apakah ada lingkungan independen untuk pengembangan dan 
pengujian? 
 
Apakah ketika memperbarui (menambah) program dinilai oleh 
pengguna? 
 
Apakah ada tindakan pengendalian yang relevan untuk 
perubahan dalam alur sistem? 
Pengendalian atas 
penyusunan 
dokumen sistem 
 
Apakah dokumen diperbarui dan dimodifikasi oleh versi setelah 
mengubah (menambah) program? 
Pengendalian 
akses dan program 
dan data 
 
Apakah ada pengendalian password? 
 
Apakah ada otorisasi akses yang berbeda berdasarkan sifat 
pengguna? 
 
Apakah transfer data eksternal ke dalam sistem telah mengalami 
verifikasi oleh program yang relevan? 
 
Apakah ada pengendalian atas akses ke sistem mainframe (unit 
proses utama dan memori utama komputer)? 
 
Apakah personil didedikasi untuk bertanggung jawab atas 
pemeliharaan sistem database? 
Pengendalian data 
masukan (input) 
dan keluaran 
(output) 
Apakah ada dokumen asli untuk masukan (input) data? 
 
Apakah ada penomoran dokumen yang dihasilkan oleh sistem? 
 
Apakah ada prosedur verifikasi data masukan (input)/keluaran 
(output) secara langsung? 
 
Apakah ada tindakan pengendalian yang tersedia untuk keluaran 
(output) data rahasia? 
 
Apakah ada catatan untuk setiap perubahan dalam penambahan 
data (modifikasi)? 
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Lanjutan Tabel 3.1 
DIMENSI AUDIT PERTANYAAN 
Pengendalian 
pemrosesan data 
Apakah ada alur yang relevan untuk mengelola perubahan dalam 
modifikasi data? 
 
Apakah pengendalian data (backed up) dilakukan secara teratur? 
 
Apakah pengendalian data (backup data) didukung oleh lokasi 
lain? 
Pengendalian 
keamanan file dan 
peralatan 
Apakah sumber informasi dilindungi secara keamanan? 
 
Apakah ada pengendalian akses didalam ruangan? 
 
Apakah fasilitas ruang dilindungi dengan tindakan keamanan? 
 
Apakah prosedur pengendalian mampu untuk menghancurkan 
data (backup data)? 
Pengendalian atas 
pengadaan, 
penggunaan, dan 
pemeliharaan 
perangkat keras 
dan perangkal 
lunak sistem 
Apakah perangkat lunak itu sistem legal? 
Sistem pemulihan 
rencana/ sistem 
dan pengendalian 
program pengujian 
Apakah pengujian rutin pada prosedur sistem pemulihan dalam 
menghadapi bencana dilakukan? 
 
Apakah ada catatan dan dokumen pengendalian yang relevan 
terhadap situasi yang tidak menentu? 
Pengendalian atas 
proses 
pengungkapan 
informasi pada 
website yang 
ditugaskan 
Apakah setiap anggota didedikasi untuk bertanggung jawab 
terhadap prosedur pelaporan? 
 
Apakah laporan sesuai dengan peraturan? 
 
Apakah ada pengendalian pada pelaporan data (backups)? 
Unit audit informasi 
yang independen 
Apakah ada anggota didedikasikan untuk bertanggung jawab 
pada audit keamanan informasi? 
Pengendalian 
operasi outsourcing 
Apakah ada prosedur pengendalian yang relevan mengenai 
sistem outsourcing perusahaan? 
 
Apakah ada kontrak yang ditandatangani dari sistem 
outsourcing? 
 Sumber: Chang et al. (2014) diolah 
 
 
3.7 Tahap-Tahap Penelitian 
Tahap-tahap dalam penelitian ini yaitu menyusun proposal penelitian, 
melakukan pengumpulan data, melakukan analisis data, dan menulis hasil 
penelitian. Teknik pengumpulan data yang digunakan yaitu wawancara dengan 
berbagai informan dan responden. Setelah wawancara dilakukan, langkah 
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selanjutnya adalah mengumpulkan data, kemudian menganalisis dan menyajikan 
data berdasarkan rerangka pada penelitian Chang et al. (2014), dan menarik 
kesimpulan. 
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BAB IV 
HASIL PENELITIAN 
 
Hasil penelitian ini memaparkan rerangka pengendalian internal sistem 
ERP pada PT Semen Tonasa dengan mengacu pada rerangka pengendalian 
internal sistem ERP pada penelitian Chang et al. (2014).  Berdasarkan sasaran 
utama PT Semen Tonasa yaitu meningkatkan nilai perusahaan kepada 
shareholders dan stakeholder dengan strategi yang berfokus pada kegiatan 
bisnis utama, yaitu menambang, memproduksi, dan memasarkan produksinya 
untuk menjamin sustainability perusahaan dalam jangka panjang. Perusahaan 
juga berkomitmen untuk mempertahankan kekuatan finansialnya dengan 
manajemen likuiditas yang sehat untuk memenuhi pembiayaan investasi dan 
pembayaran kewajiban perusahaan serta pertumbuhan arus kas Perusahaan 
secara berkelanjutan. Selain itu perusahaan terus melakukan inovasi kerja dalam 
operasional perusahaan, inovasi kerja dipacu utamanya atas kegiatan-kegiatan 
inti produksi yang dapat menjamin sustainabilitas kinerja perusahaan. 
Sustainabilitas perusahaan merupakan pendekatan terpadu terhadap kinerja 
perusahaan di bidang lingkungan, sosial, dan ekonomi, ketiga bidang tersebut 
saling terkait satu sama lain. Berdasarkan uraian tersebut sistem ERP dapat 
mendukung arus informasi di perusahaan dengan menyediakan lingkungan 
standar bagi berbagai proses bisnis perusahaan dan basis data operasional 
bersama yang mendukung komunikasi.  
Data-data dalam penelitian ini diperoleh melalui wawancara. Untuk 
memperoleh data-data yang relevan dan valid, maka penelitian ini dilakukan 
dengan mewawancarai pihak-pihak PT Semen Tonasa yang terlibat dalam 
pengambilan keputusan dan yang paham mengenai pengendalian internal sistem 
ERP PT Semen Tonasa. Wawancara dilakukan di departemen internal audit PT 
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Semen Tonasa dan departemen akuntansi dan keuangan PT Semen Tonasa. 
Pihak-pihak tersebut yaitu sebagai berikut. 
1. Endah Sulistyo Haryani (Manager Departemen Internal Audit PT Semen 
Tonasa). 
2. Rendra (Manager Departemen Internal Audit PT Semen Tonasa). 
3. Nurfadhilah Jufri (Manager Departemen Internal Audit PT Semen Tonasa). 
4. Sri Astri Ivo (Supervisor Departemen Akuntansi dan Keuangan PT Semen 
Tonasa). 
PT Semen Tonasa merupakan salah satu perusahaan yang telah 
menggunakan teknologi informasi dalam melaksanakan proses dan kegiatan 
operasionalnya. Produk sistem ERP yang digunakan oleh PT Semen Tonasa 
yaitu SAP (System Application and Product) dalam pemrosesan data. SAP 
merupakan software sistem ERP yaitu suatu tools TI dan manajemen untuk 
membantu perusahaan merencanakan dan melakukan berbagai aktivitas sehari-
hari. Pemanfaatan teknologi informasi yang dilakukan PT Semen Tonasa dapat 
membantu dalam penyebaran informasi yang pada mulanya sangat terbatas, dan 
sekarang telah dapat didistribusikan sesuai dengan kebutuhan perusahaan. 
 
4.1 Sistem ERP PT Semen Tonasa 
PT Semen Tonasa adalah produsen semen terbesar di Kawasan Timur 
Indonesia yang menempati lahan seluas 715 hektar di Desa Biringere, 
Kecamatan Bungoro, Kabupaten Pangkep, sekitar 68 kilometer dari kota 
Makassar. PT Semen Tonasa berdasarkan anggaran dasar merupakan 
produsen semen di Indonesia yang telah memproduksi serta menjual semen di 
dalam negeri dan mancanegara sejak tahun 1968. 
PT Semen Tonasa menggunakan sistem ERP dengan produk SAP untuk 
memroses informasi yang merupakan aplikasi bisnis terpadu antara keuangan, 
pemasaran, pemeliharaan dan logistik (Semen Tonasa, 2013). Sistem informasi 
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terpadu dan terhubung antara Kantor Pusat di Pangkep dengan unit pabrik 
Tonasa II sampai dengan V, Unit Pengantongan, Pelabuhan Biringkassi, Kantor 
Perwakilan Jakarta dan Kantor Penghubung Makassar, memungkinkan aktivitas 
bisnis dapat dijalankan secara akurat, tepat waktu, efektif dan efisien. 
Perusahaan akan selalu mengembangkan sistem informasi manajemen yang 
ada untuk meningkatkan efisiensi, pertumbuhan maupun daya saing 
perusahaan. Pengembangan sistem informasi manajemen merupakan bagian 
dari strategi dan rencana jangka panjang Perusahaan. 
Penggabungan tiga BUMN semen di Indonesia yang terbesar di 
wilayahnya masing-masing (PT Semen Gresik, PT Semen Padang, dan PT 
Semen Tonasa) ke dalam suatu strategic holding dengan nama PT Semen 
Indonesia (Persero) Tbk pada Desember 2012 merupakan momentum yang 
tepat bagi PT Semen Tonasa untuk bersinergi mencapai pertumbuhan yang lebih 
baik. Sinergi dalam bidang produksi, pemasaran dan pengembangan sumber 
daya manusia telah memberikan kontribusi yang berarti bagi pencapaian kinerja. 
Masing-masing perusahaan menggunakan sistem ERP yang berbeda-
beda, dengan platform yang berbeda tersebut maka sistem yang berjalan tentu 
tidak sama. Perusahaan-perusahaan yang tergabung mengintegrasikan sistem 
dengan menerapkan satu platform ERP melalui SAP (System Application and 
Product). Dengan SAP, nantinya perusahaan-perusahaan tersebut memiliki 
sistem yang tersentralisasi dan terintegrasi.  
Sistem ERP PT Semen Tonasa di bawahi langsung oleh PT Semen 
Indonesia Tbk. Perusahaan-perusahaan yang tergabung dalam strategic holding 
menggunakan produk sistem ERP yang berbeda-beda, untuk menyatukan 
program sistem informasi perusahaan-perusahaan tersebut dalam satu bagian 
maka departemen sistem informasi dibawahi langsung oleh PT Semen Indonesia 
Tbk dan perusahaan-perusahaan yang tergabung dalam strategic holding 
menggunakan produk sistem ERP yang sama yaitu SAP. 
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Sebelum melakukan holding PT Semen Tonasa menggunakan produk 
sistem ERP yaitu J.D Edwards (JDE). Setelah holding, SAP adalah produk 
sistem ERP yang digunakan.  
Dalam Hall (2007:167) menyebutkan bahwa filosofi JDE sangat berbeda 
dengan SAP. Sistem ERP JDE menggunakan pendekatan komputasi jaringan 
yang dapat dikonfigurasi. JDE dibangun berdasarkan arsitektur objek jaringan 
pusat terdistribusi dengan klien server dan penjelajah mengakses berbagai 
aplikasi perusahaan.  
Sistem ERP produk SAP menggunakan arsitektur klien server tiga 
tingkat. Tingkat pertama digunakan untuk penyajian data pengguna akhir. 
Tingkat ini meliputi lapisan berkemampuan internet yang menciptakan sistem 
terbuka hingga memungkinkan penyediaan integrasi dengan banyak sistem 
operasional lainnya melalui berbagai protokol transfer data internet. Tingkat 
kedua digunakan untuk menjalankan aplikasi dan melakukan pemrosesan data. 
Tingkat ketiga menyediakan akses ke basis data. SAP terdiri dari berbagai modul 
yang secara penuh terintegrasi atau dapat ditarik dan digunakan secara 
individual (Hall, 2007:164). 
Perusahaan menerapkan prinsip GCG secara konseskuen melalui sistem 
manajemen terintegrasi yaitu Sistem Manajemen Semen Tonasa (SMST) untuk 
meningkatkan daya saing dan kepercayaan pemangku kepentingan. Penerapan 
SMST merupakan salah satu upaya untuk membentuk suatu perilaku etis dalam 
pengelolaan bisnis guna menciptakan dan mengembangkan budaya perusahaan 
yang baik. Implementasi SMST merupakan refleksi dari prinsip-prinsip GCG yang 
meliputi keterbukaan, akuntabilitas, responsibilitas, independensi serta 
kewajaran dan kesetaraan. 
Pada prinsip keterbukaan disebutkan bahwa ditetapkannya kebijakan, 
prosedur, instruksi kerja yang mencakup semua kegiatan dalam pengelolaan PT 
Semen Tonasa melalui Document Control System dan pelaksanaan proses 
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bisnis melalui Sistem Enterprise Resources Planning SAP. Hal tersebut untuk 
menjamin keterbukaan dan kemudahan akses bagi pihak terkait serta 
kemudahan melaksanakan pengawasan dan pengendalian internal dan 
eksternal. 
 
4.2 Rerangka Pengendalian Internal Sistem ERP PT Semen Tonasa 
berdasarkan rerangka kerja sistem ERP pada Penelitian Chang et al. 
(2014) 
Rerangka pengendalian internal sistem ERP pada penelitian Chang et al. 
(2014) bertujuan untuk meningkatkan efisiensi audit teknologi informasi dan 
meringankan risiko pengendalian. COSO (2012) mendefinisikan pengendalian 
internal sebagai sebuah proses, yang dipengaruhi oleh entitas dewan, 
manajemen, dan personil lainnya, yang dirancang untuk memberikan keyakinan 
memadai tentang pencapaian tujuan seperti efektivitas dan efisiensi operasi, 
keandalan laporan keuangan, dan kepatuhan terhadap peraturan.  
Pelaksanaan proses bisnis dengan menggunakan sistem ERP pada PT 
Semen Tonasa memengaruhi kebijakan, prosedur, dan instruksi kerja dalam 
pengelolaan perusahaan tersebut melalui. Hal tersebut untuk menjamin 
keterbukaan dan kemudahan akses bagi pihak terkait serta kemudahan 
melaksanakan pengawasan dan pengendalian internal dan eksternal. 
Pengendalian internal sistem ERP pada PT Semen Tonasa sudah baik. 
Hal tersebut didukung pernyataan supervisor Sri yaitu.  
“Penggunaan sistem ERP sangat baik karena mendukung program yang 
diaplikasikan dalam perusahaan. Hal tersebut disebabkan karena 
perusahaan telah memiliki pengendalian sistem informasi yang baik. 
Sistem yang digunakan memudahkan pengguna dalam melakukan 
pekerjaan. Desainnya juga lebih simple dan cukup aman karena adanya 
sistem otorisasi atas akses ke dalam menu transaksi serta dapat diatur 
sesuai dengan kebutuhan pengguna.” 
 
Ada pula Firdaus salah satu pengguna ERP di departemen akuntansi. 
Berpendapat bahwa pengendalian internal sistem ERP di PT Semen Tonasa 
sudah baik.  
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“Pengendalian internal sistem ERP di perusahaan sangat baik. Hal 
tersebut ditunjukkan dengan penggunaan sistem ERP yang baik dan juga 
didalamnya terdapat program-program yang sesuai dengan kebutuhan 
pengguna dan perusahaan.” 
 
 
Dalam pengendalian internal PT Semen Tonasa berdasarkan rerangka 
pengendalian internal Chang et al. (2014), manajer departemen internal audit 
dan departemen akuntansi berpartisipasi dalam penelitian ini untuk memberikan 
pendapat mereka mengenai kelayakan dan pentingnya rerangka pegendalian 
yang dibangun. Responden yang memberikan pendapatnya adalah pihak-pihak 
yang memahami pengendalian internal sistem ERP PT Semen Tonasa. 
Dulunya PT Semen Tonasa memiliki biro sistem informasi. Namun, 
sekarang sudah dibawahi langsung oleh PT Semen Indonesia. Oleh karena itu 
biro tersebut tidak dapat dijangkau oleh peneliti. Hal tersebut sesuai dengan 
pernyataan manajer Endah di departemen audit internal. 
“Dulunya di PT Semen Tonasa terdapat biro sistem informasi tetapi biro 
sistem informasi tersebut sekarang telah di bawahi langsung oleh PT 
Semen Indonesia Tbk karena perusahaan telah melakukan holding dan 
terdapat beberapa perusahaan didalamnya, untuk menyatukan program 
sistem informasi perusahaan-perusahaan dalam satu bagian maka biro 
tersebut disatukan” 
 
Berikut ringkasan hasil wawancara dengan responden untuk menyatakan 
pendapat mereka tentang kelayakan dan pentingnya item pengendalian untuk 
memahami kelayakan kerangka pengendalian internal sistem ERP pada 
penelitian Chang et al. (2014). 
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Tabel 4.1 
Ringkasan Hasil Wawancara 
DIMENSI 
AUDIT 
PERTANYAAN 
KELAYAKAN KEPENTINGAN 
Ya Tidak Tinggi Sedang Rendah 
A 
Apakah ada definisi yang jelas untuk 
menjaga tanggung jawab di departemen 
sistem informasi manajemen? 
 
Apakah ada prosedur aplikasi untuk 
sistem akun (otorisasi)? 
 
Apakah akun (otorisasi) dibatalkan ketika 
karyawan berhenti? 
 
Apakah otorisasi pengguna terus ditinjau? 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
B 
Apakah ada prosedur aplikasi bagi 
permintaan untuk memodifikasi program 
pada sistem? 
 
Apakah spesifikasi modifikasi sudah 
dikonfirmasi oleh departemen sistem 
informasi manajemen dan departemen 
yang mengajukan permintaan? 
 
Apakah program dokumen SA (Systems 
Analysis) dan SD (Systems Development) 
terus modifikasi? 
 
Apakah ada lingkungan independen untuk 
pengembangan dan pengujian? 
 
Apakah ketika memperbarui (menambah) 
program dinilai oleh pengguna? 
 
Apakah ada tindakan pengendalian yang 
relevan untuk perubahan dalam alur 
sistem? 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
C 
Apakah dokumen diperbarui dan 
dimodifikasi oleh versi setelah mengubah 
(menambah) program? 
 
 
 
  
 
 
 
 
 
 
D 
Apakah ada pengendalian password? 
 
Apakah ada otorisasi akses yang berbeda 
berdasarkan sifat pengguna? 
 
Apakah transfer data eksternal ke dalam 
sistem telah mengalami verifikasi oleh 
program yang relevan? 
 
Apakah ada pengendalian atas akses ke 
sistem mainframe (unit proses utama dan 
memori utama komputer)? 
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Lanjutan Tabel 4.1 
DIMENSI 
AUDIT 
PERTANYAAN 
KELAYAKAN KEPENTINGAN 
Ya Tidak Tinggi Sedang Rendah 
D 
Apakah personil didedikasi untuk 
bertanggung jawab atas pemeliharaan 
sistem database? 
 
 
 
  
 
 
 
 
E 
Apakah ada dokumen asli untuk masukan 
(input) data? 
 
Apakah ada penomoran dokumen yang 
dihasilkan oleh sistem? 
 
Apakah ada prosedur verifikasi data 
masukan (input)/keluaran (output) secara 
langsung? 
 
Apakah ada tindakan pengendalian yang 
tersedia untuk keluaran (output) data 
rahasia? 
 
Apakah ada catatan untuk setiap 
perubahan dalam penambahan data 
(modifikasi)? 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
F 
Apakah ada alur yang relevan untuk 
mengelola perubahan dalam modifikasi 
data? 
 
Apakah pengendalian data (backed up) 
dilakukan secara teratur? 
 
Apakah pengendalian data (backup data) 
didukung oleh lokasi lain? 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
G 
Apakah sumber informasi dilindungi 
secara keamanan? 
 
Apakah ada pengendalian akses didalam 
ruangan? 
 
Apakah fasilitas ruang dilindungi dengan 
tindakan keamanan? 
 
Apakah prosedur pengendalian mampu 
untuk menghancurkan data (backup 
data)? 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
  
H Apakah perangkat lunak itu sistem legal? 
 
 
 
  
 
 
 
 
I 
 
Apakah pengujian rutin pada prosedur 
sistem pemulihan dalam menghadapi 
bencana dilakukan? 
 
Apakah ada catatan dan dokumen 
pengendalian yang relevan terhadap 
situasi yang tidak menentu? 
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Lanjutan Tabel 4.1 
DIMENSI 
AUDIT 
PERTANYAAN 
KELAYAKAN KEPENTINGAN 
Ya Tidak Tinggi Sedang Rendah 
J 
Apakah setiap anggota didedikasi untuk 
bertanggung jawab terhadap prosedur 
pelaporan? 
 
Apakah laporan sesuai dengan 
peraturan? 
 
Apakah ada pengendalian pada pelaporan 
data (backups)? 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
K 
Apakah ada anggota didedikasikan untuk 
bertanggung jawab pada audit keamanan 
informasi? 
 
 
 
  
 
 
 
 
L 
Apakah ada prosedur pengendalian yang 
relevan mengenai sistem outsourcing 
perusahaan? 
 
Apakah ada kontrak yang ditandatangani 
dari sistem outsourcing? 
 
 
 
 
 
 
  
 
 
 
 
  
KETERANGAN: 
DIMENSI AUDIT: 
A Definisi fungsi dan tanggung jawab di bagian pengelolaan data 
B Pengembangan sistem dan pengendalian atas modifikasi program 
C Pengendalian atas penyusunan dokumen sistem 
D Pengendalian akses program dan data 
E Pengendalian data masukan (input) dan keluaran (output) 
F Pengendalian pemrosesan data 
G Pengendalian keamanan file dan peralatan 
H Pengendalian atas pengadaan, penggunaan, dan pemeliharaan perangkat keras dan perangkal 
lunak sistem 
I Sistem pemulihan rencana/ sistem dan pengendalian program pengujian 
J Pengendalian atas proses pengungkapan informasi pada website yang ditugaskan 
K Unit audit informasi yang independen 
L Pengendalian operasi outsourcing 
RESPONDEN: 
  Manajer Endah 
 Manajer Rendra 
 Manajer Nurfadhilah 
 Supervisor Sri 
Sumber: Data Primer Diolah 
 
Pengendalian internal memungkinkan organisasi untuk menangani lebih 
efektif dengan perubahan lingkungan ekonomi dan kompetitif, kepemimpinan, 
prioritas, dan perkembangan model bisnis. Organisasi dan auditor menggunakan 
rerangka kerja untuk membantu desain dan evaluasi pengendalian internal. 
Untuk mencapai tujuan pengendalian internal di bidang teknologi informasi, 
rerangka pengendalian harus mengonsep aspek penting dari pengendalian 
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internal dalam konteks teknologi informasi secara lengkap dan logis (Tuttle dan 
Vandervedle, 2007).  
Pada tabel 4.1 terdapat 37 pertanyaan yang merupakan item 
pengendalian yang dibangun untuk rerangka pengendalian internal sistem ERP. 
Tabel tersebut adalah ringkasan hasil wawancara pada PT Semen Tonasa. 
Mengenai kelayakan 37 item pengendalian, keempat responden setuju bahwa 
kerangka tersebut layak. Namun, manajer Endah di departemen audit internal 
mengatakan tidak setuju pada salah satu item pengendalian didimensi audit 
pengendalian akses dan data yaitu mengenai keberadaan otorisasi akses yang 
berbeda berdasarkan sifat pengguna. Namun, secara keseluruhan rerangka 
pengendalian tersebut dapat diterima. 
Pada tabel 4.1 dimensi audit A yaitu definisi fungsi dan tanggung jawab di 
bagian pengelolaan data. Dimensi tersebut memiliki 4 item pengendelian. 
Keempat responden menyatakan setuju pada kelayakan item pengendalian 
tersebut dan tingkat kepentingan yang relatif tinggi. Supervisor Sri memaparkan 
pendapatnya sebagai berikut. 
“Ketika karyawan berhenti akun/otorisasi jelas dibatakan, sedangkan 
pada saat karyawan masih bekerjapun akun/otorisasi juga dapat 
diberhentikan. Hal tersebut dilakukan karena otorisasi pengguna terus 
ditinjau” 
 
 
Pada tabel 4.1 dimensi audit B yaitu pengembangan sistem dan 
pengendalian atas modifikasi program. Dimensi tersebut memiliki 6 item 
pengendalian. Keempat responden menyatakan setuju pada kelayakan item 
pengendalian tersebut dan tingkat kepentingan yang relatif tinggi. Manajer Endah 
menyatakan bahwa pada item pengendalian spesifikasi modifikasi sudah 
dikonfirmasi oleh departemen sistem informasi manajemen dan departemen 
yang mengajukan permintaan yaitu pada perusahaan tidak terdapat departemen 
sistem informasi manajemen tapi departemen tersebut serupa dengan 
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departemen sistem informasi, biro tersebut telah dibawahi oleh PT Semen 
Indonesia Tbk. Berikut pernyataan manajer Endah. 
“Di perusahaan terdapat departemen sistem informasi. Setelah 
perusahaan melakukan holding unit departemen sistem informasi 
tersebut langsung dibawahi oleh PT Semen Indonesia.” 
 
 
Pada tabel 4.1 dimensi audit C yaitu pengendalian atas penyusunan 
dokumen sistem. Dimensi tersebut memiliki 1 item pengendalian. Keempat 
responden menyatakan setuju pada kelayakan item pengendalian tersebut dan 
tingkat kepentingan yang berbeda-beda. Manajer Rendra menyatakan terkait 
dengan dimensi tersebut. 
“Jika ada modifikasi program semuanya terdokumentasi dan harus 
diperbaharui” 
 
 
Pada tabel 4.1 dimensi audit D yaitu pengendalian akses program dan 
data. Dimensi tersebut memiliki 5 item pengendalian. Keempat responden 
menyatakan setuju pada kelayakan item pengendalian tersebut dan tingkat 
kepentingan tinggi yang relatif sama. Namun, manajer Endah menyatakan tidak 
setuju pada item pengendalian otorisasi akses yang berbeda berdasarkan sifat 
pengguna.  
“Otorisasi akses yang berbeda tidak berdasarkan pada sifat pengguna. 
Tidak semua karyawan memiliki otorisasi akses ke suatu data dan 
otorisasi tersebut dibatasi sehingga tidak tepat dikatakan berdasarkan 
sifat pengguna” 
 
 
Pada tabel 4.1 dimensi audit E yaitu pengendalian data masukan (input) 
dan data keluaran (output). Dimensi tersebut memiliki 5 item pengendalian. 
Keempat responden menyatakan setuju pada item pengendalian tersebut dan 
tingkat kepetingan yang relatif sama.  
Pada tabel 4.1 dimensi audit F yaitu pengendalian pemrosesan data. 
Dimensi tersebut memiliki 3 item pengendalian. Keempat responden menyatakan 
setuju pada item pengendalian tersebut dan tingkat kepentingan yang relatif 
sama. 
39 
 
 
Pada tabel 4.1 dimensi audit G yaitu pengendalian keamanan file dan 
peralatan. Dimensi tersebut memiliki 4 item pengendalian. Keempat responden 
menyatakan setuju pada item pengendalian tersebut dan tingkat kepentingan 
yang sama. Manajer Endah mengatakan. 
“Untuk keamanan file dan peralatan jelas ada dan hal tersebut memiliki 
unit kerja tersendiri” 
 
 
Pada tabel 4.1 dimensi audit H yaitu pengendalian atas pengadaan, 
penggunaan, dan pemelihiaraan perangkat keras dan perangkat lunak sistem. 
Dimensi tersebut memiliki 1 item pengendalian. Keempat responden menyatakan 
setuju pada item pengendalian tersebut dan tingkat kepentingan yang relatif 
sama. 
Pada tabel 4.1 dimensi audit I yaitu sistem pemulihan rencana/ sistem 
dan pengendalian program pengujian. Dimensi tersebut memiliki 2 item 
pengendalian. Keempat responden menyatakan setuju pada item pengendalian 
tersebut dan tingkat kepentingan yang hampir sama. 
Pada tabel 4.1 dimensi audit J yaitu pengendalian atas proses 
pengungkapan informasi pada website yang ditugaskan. Dimensi tersebut 
memiliki 3 item pengendalian. Keempat responden menyatakan setuju pada item 
pengendalian tersebut dan tingkat kepentingan yang berbeda-beda. Supervisor 
Sri mengatakan tingkat kepentingan sedang pada item pengendalian laporan 
yang sesuai dengan peraturan. 
“Biasanya, saya dalam menyerahkan laporan lebih cepat dari waktu yang 
diberikan. Hal tersebut baik agar tidak terjadi pelanggaran peraturan yang 
fatal tapi hal tersebut membuat pengumpulan laporan tidak sesuai 
dengan peraturan karena pengumpulan laporan lebih cepat”. 
 
 
Pada tabel 4.1 dimensi audit K yaitu unit audit informasi yang 
independen. Dimensi tersebut memiliki 1 item pengendalian. Keempat responden 
menyatakan setuju pada item pengendalian tersebut dan tingkat kepentingan 
yang relatif sama. 
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Pada tabel 4.1 dimensi audit L yaitu pengendalian operasi outsourcing. 
Dimensi tersebut memiliki 2 item pengendalian. Keempat responden menyatakan 
setuju pada item pengendalian tersebut dan tingkat kepentingan yang relatif 
sama. 
PT Semen Tonasa pernah mengubah produk sistem ERP mereka yaitu 
produk JDE menjadi SAP. Manajer Rendra mengatakan bahwa pada dimensi 
audit pengembangan sistem dn pengendalian atas modifikasi program, jika 
dilakukan modifikasi program semuanya telah terdokumentasi oleh perusahaan 
dan semuanta harus diperbaharui. 
Manajer Endah menegaskan bahwa untuk pengendalian internal dan 
audit sistem ERP juga dilakukan oleh perusahaan dan keamanan informasi 
perusahaan juga terjaga karena terdapat satuan unit kerja  tersendiri. Berikut 
penyampaian informasi tersebut. 
“Keamanan SAP dan penguncian program SAP untuk database 
perusahaan berada pasa satu tempat, jika tidak salah berada di 
Tangerang. Jadi, ada program khusus untuk penempatan data-data 
tersebut. Untuk pengendalian internal seperti pemberian password sudah 
dilakukan perusahaan kami. Pengendalian internal audit sistem ERP atau 
audit TI juga dilakukan perusahaan.” 
 
 
Pendapat seluruh responden relatif serupa, sehingga jika digabungkan 
dapat diperoleh pemahaman setuju terhadap kelayakan rerangka pengendalian 
internal sistem ERP dan melihat pengendalian internal PT Semen Tonasa 
berdasarkan rerangka tersebut. Rerangka pengendalian internal sistem ERP 
tersebut pada PT Semen Tonasa baik, terdapat 37 item pengendalian yang 
memberikan gambaran pengendalian internal perusahaan. Keempat responden 
yang diwawancarai setuju bahwa item pengendalian internal sistem ERP dapat 
membantu perusahaan dalam mengendalikan sistem ERP dan rerangka tersebut 
dapat digunakan untuk membantu perusahaan dalam melakukan pengendalian 
teknologi informasi. 
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4.3 Perbandingan Studi Kasus PT Semen Tonasa dan Studi Kasus pada 
Penelitan Chang et al. (2014) 
 
Studi kasus pada penelitian Chang et al. (2014) dilakukan disebuah 
perusahaan yang bergerak dibidang pengembangan dan pembuatan produk 
telekomunikasi nirkabel. Perusahaan tersebut pernah mengubah produk sistem 
ERP mereka. Pada awalnya mereka menggunakan sistem Baan, kemudia pada 
tahun 2006 menggunakan sistem ERP Oracle. Wawancara dilakukan terhadap 
dua orang karyawan pada perusahaan tersebut yaitu. 
1. Audit supervisor Chen (Departemen Audit) 
2. Asisten manajer Lin (Departemen Sistem Informasi Manajemen) 
Hasil studi kasus Chang et al. (2014) yaitu rerangka pengendalian 
internal untuk sistem ERP pada perusahaan kasus dapat membantu karyawan 
untuk secara efektif mengelola pengendalian teknologi informasi. Rerangka yang 
diusulkan relatif lengkap dan lebih mudah diterima, meskipun beberapa item 
pengendalian tidak cocok untuk perusahaan tersebut namun rerangka yang 
diusulkan ini dapat digunakan. Rerangka pengendalian internal sistem ERP 
bertujuan untuk meningkatkan efisiensi audit teknologi informasi dan 
meringankan risiko pengendalian. Auditor internal dan kepala departemen sistem 
informasi manajemen dapat mengembangkan hubungan dan berkomunikasi 
mengenai efektivitas pengendalian internal dengan mengacu pada rerangka 
yang diusulkan. 
Kedua yang diwawancarai setuju bahwa item pengendalian dalam 
rerangka yang diusulkan baik untuk perusahaan tersebut. Namun, terdapat 2 
item pengendalian yang tidak dilakukan di perusahaan tersebut. Berikut hasil 
wawancara studi kasus penelitian Chang et al. (2014). 
 
 
 
 
42 
 
 
Tabel 4.2 
Hasil Wawancara Studi Kasus Penelitian Chang et al. (2014) 
DIMENSI 
AUDIT 
PERTANYAAN 
KELAYAKAN KEPENTINGAN 
Ya Tidak Tinggi Sedang Rendah 
A 
Apakah ada definisi yang jelas untuk 
menjaga tanggung jawab di departemen 
sistem informasi manajemen? 
 
Apakah ada prosedur aplikasi untuk 
sistem akun (otorisasi)? 
 
Apakah akun (otorisasi) dibatalkan ketika 
karyawan berhenti? 
 
Apakah otorisasi pengguna terus ditinjau? 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
B 
Apakah ada prosedur aplikasi bagi 
permintaan untuk memodifikasi program 
pada sistem? 
 
Apakah spesifikasi modifikasi sudah 
dikonfirmasi oleh departemen sistem 
informasi manajemen dan departemen 
yang mengajukan permintaan? 
 
Apakah program dokumen SA (Systems 
Analysis) dan SD (Systems Development) 
terus modifikasi? 
 
Apakah ada lingkungan independen untuk 
pengembangan dan pengujian? 
 
Apakah ketika memperbarui (menambah) 
program dinilai oleh pengguna? 
 
Apakah ada tindakan pengendalian yang 
relevan untuk perubahan dalam alur 
sistem? 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
C 
Apakah dokumen diperbarui dan 
dimodifikasi oleh versi setelah mengubah 
(menambah) program? 
 
 
 
  
 
 
 
 
 
 
 
D 
Apakah ada pengendalian password? 
 
Apakah ada otorisasi akses yang berbeda 
berdasarkan sifat pengguna? 
 
Apakah transfer data eksternal ke dalam 
sistem telah mengalami verifikasi oleh 
program yang relevan? 
 
Apakah ada pengendalian atas akses ke 
sistem mainframe (unit proses utama dan 
memori utama komputer)? 
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Lanjutan Tabel 4.2 
DIMENSI 
AUDIT 
PERTANYAAN 
KELAYAKAN KEPENTINGAN 
Ya Tidak Tinggi Sedang Rendah 
D 
Apakah personil didedikasi untuk 
bertanggung jawab atas pemeliharaan 
sistem database? 
 
 
 
  
 
 
 
 
E 
Apakah ada dokumen asli untuk masukan 
(input) data? 
 
Apakah ada penomoran dokumen yang 
dihasilkan oleh sistem? 
 
Apakah ada prosedur verifikasi data 
masukan (input)/keluaran (output) secara 
langsung? 
 
Apakah ada tindakan pengendalian yang 
tersedia untuk keluaran (output) data 
rahasia? 
 
Apakah ada catatan untuk setiap 
perubahan dalam penambahan data 
(modifikasi)? 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
F 
Apakah ada alur yang relevan untuk 
mengelola perubahan dalam modifikasi 
data? 
 
Apakah pengendalian data (backed up) 
dilakukan secara teratur? 
 
Apakah pengendalian data (backup data) 
didukung oleh lokasi lain? 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
G 
Apakah sumber informasi dilindungi 
secara keamanan? 
 
Apakah ada pengendalian akses didalam 
ruangan? 
 
Apakah fasilitas ruang dilindungi dengan 
tindakan keamanan? 
 
Apakah prosedur pengendalian mampu 
untuk menghancurkan data (backup 
data)? 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
H Apakah perangkat lunak itu sistem legal? 
 
 
 
  
 
 
 
 
I 
 
Apakah pengujian rutin pada prosedur 
sistem pemulihan dalam menghadapi 
bencana dilakukan? 
 
Apakah ada catatan dan dokumen 
pengendalian yang relevan terhadap 
situasi yang tidak menentu? 
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Lanjutan Tabel 4.2 
DIMENSI 
AUDIT 
PERTANYAAN 
KELAYAKAN KEPENTINGAN 
Ya Tidak Tinggi Sedang Rendah 
J 
Apakah setiap anggota didedikasi untuk 
bertanggung jawab terhadap prosedur 
pelaporan? 
 
Apakah laporan sesuai dengan 
peraturan? 
 
Apakah ada pengendalian pada pelaporan 
data (backups)? 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
K 
Apakah ada anggota didedikasikan untuk 
bertanggung jawab pada audit keamanan 
informasi? 
 
 
 
  
 
 
 
 
L 
Apakah ada prosedur pengendalian yang 
relevan mengenai sistem outsourcing 
perusahaan? 
 
Apakah ada kontrak yang ditandatangani 
dari sistem outsourcing? 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
KETERANGAN: 
DIMENSI AUDIT: 
A Definisi fungsi dan tanggung jawab di bagian pengelolaan data 
B Pengembangan sistem dan pengendalian atas modifikasi program 
C Pengendalian atas penyusunan dokumen sistem 
D Pengendalian akses program dan data 
E Pengendalian data masukan (input) dan keluaran (output) 
F Pengendalian pemrosesan data 
G Pengendalian keamanan file dan peralatan 
H Pengendalian atas pengadaan, penggunaan, dan pemeliharaan perangkat keras dan perangkal 
lunak sistem 
I Sistem pemulihan rencana/ sistem dan pengendalian program pengujian 
J Pengendalian atas proses pengungkapan informasi pada website yang ditugaskan 
K Unit audit informasi yang independen 
L Pengendalian operasi outsourcing 
RESPONDEN: 
   Direktur Chen 
  Asisten Manajer Lin 
Sumber: Chang et al. (2014) diolah 
 
Pada tabel di atas menunjukkan bahwa terdapat 2 item pengendalian 
dalam rerangka yang diusulkan yang tidak digunakan dalam perusahaan kasus 
penelitian Chang et al. (2014). Kedua item pengendalian tersebut berada pada 
dimensi pengendalian data masukan (input)/ keluaran (output). Item tersebut 
yaitu keberadaan prosedur verifikasi data masukan/keluaran secara langsung 
dan keberadaan tindakan pengendalian yang tersedia untuk keluaran data 
rahasia.  
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Asisten manajer Lin mengatakan kerangka yang diusulkan tersebut cocok 
untuk perusahaannya, tetapi harus mempertimbangkan struktur perusahaan. 
Sebagai contoh, perusahaan tidak melakukan dengan baik dalam membedakan 
tanggung jawab karyawan TI. Alasan utamanya adalah karena kurangnya tenaga 
kerja dan informasi. Oleh karena itu, beberapa item pengendalian dalam 
kerangka yang diusulakan tidak terdapat dalam perusahaan. 
Chen mengatakan bahwa kedua item tersebut tidak ada di dalam 
perusahaannya. Sementara, pada PT Semen Tonasa kedua item tersebut ada 
dan bahkan memiliki tingkat kepentingan yang tinggi. 
Kedua orang yang diwawancarai pada penelitian Chang et al. (2014) 
menyampaikan pendapat mereka mengenai pengendalian akses program dan 
data. Mereka mengatakan bahwa strategi pengendalian yang tepat dan 
pengendalian harus ditetapkan untuk sistem TI melalui kebijakan pengendalian 
akses karena perusahaan tersebut memiliki sifat kritis dari data dan program. 
Hanya pengguna yang berwenang yang harus disediakan akses ke aset sistem 
informasi. Sistem log in pada program di perusahaan tersebut telah dikendalikan 
oleh prosedur pengendalian akses seperti password. 
Untuk pengendalian akses pada PT Semen Tonasa juga sudah ada. 
Pengendalian akses tersebut memiliki tingkat keamanan yang tinggi seperti yang 
telah dijelaskan pada bagian sebelumnya. 
Pada perusahaan kasus penelitian Chang et al. (2014) terdapat kesulitan 
yang dihadapi auditor sistem ERP perusahaan mereka disebabkan oleh 
kurangnya pelatihan TI. Akibatnya, perusahaan dapat hanya fokus pada 
pengendalian perangkat lunak saja. Kesulitan tersebut tidak dirasakan oleh PT 
Semen Tonasa dengan melihat jumlah karyawan pada PT Semen Tonasa sudah 
memadai dan ada unit kerja tersendiri dalam mengawasi sistem informasi. 
Rerangka pengendalian internal sistem ERP yang telah diusulkan 
memiliki 37 item pengendalian. Pada perusahaan studi kasus penelitian yang 
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dilakukan Chang et al. (2014) terdapat 2 item pengendalian yang tidak dapat 
digunakan di perusahaan tersebut. Pada PT Semen Tonasa 37 item 
pengendalian pada rerangka tersebut dapat digunakan diperusahaan tersebut 
dengan melihat pendapat dari keempat responden mengenai kelayakan rerangka 
tersebut. Pada wawancara tersebut seorang responden menjawab “tidak” pada 
salah satu kelayakan rerangka tersebut yaitu pada item pengendalian internal 
otorisasi akses yang berbeda berdasarkan sifat pengguna pada dimensi 
pengendalian akses program dan data. Rerangka pengendalian internal sistem 
ERP tersebut dapat membantu perusahaan dalam mengontrol sistem ERP 
karena dimensi dalam rerangka tersebut merupakan titik pengendalian internal 
pada sistem ERP.  
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BAB V 
PENUTUP 
 
5.1 Kesimpulan 
Penelitian ini bertujuan untuk melanjutkan penelitian Chang et al. (2014) 
dengan memaparkan rerangka pengendalian internal sistem ERP pada PT 
Semen Tonasa dengan mengacu pada rerangka pengendalian internal sistem 
ERP yang telah dikembangkan. Rerangka tersebut bertujuan untuk 
meningkatkan audit dalam melakukan pengendalian TI dengan memeriksa titik 
pengendalian internal yang penting dalam sistem ERP yang diusulkan dalam 12 
dimensi audit dengan 37 item pengendalian. 
Berdasarkan pembahasan pada bagian sebelumnya dan hasil penelitian 
yang didukung data-data yang telah dikemukakan sebelumnya, maka dapat 
diambil kesimpulan bahwa dengan mengacu pada rerangka pengendalian 
internal sistem ERP pada penelitian Chang et al. (2014) yaitu terdapat 37 item 
pengendalian pada rerangka tersebut yang telah dilakukan oleh PT Semen 
Tonasa. Dibandingkan dengan perusahaan studi kasus penelitian Chang et al. 
(2014), hanya terdapat 35 item pengendalian internal pada perusahaan tersebut. 
Responden pada PT Semen Tonasa juga setuju mengenai kelayakan 
pengendalian internal tersebut dan rerangka tersebut juga dapat membantu 
dalam pemeriksaan titik pengendalian yang penting pada sistem ERP. Secara 
keseluruhan, pengendalian internal pada PT Semen Tonasa sudah baik, sudah 
dikelola dengan baik, dan memiliki sistem keamanan yang baik. 
 
 
5.2 Saran 
Berdasarkan hasil penelitian yang telah dilakukan, maka saran yang 
dapat diberikan sebagai tindak lanjut dari hasil penelitian adalah sebagai berikut. 
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1. Penelitian yang akan datang dapat dikembangkan dengan meneliti 
beberapa perusahaan. 
2. Penelitian berikutnya dapat menggunakan metode kuesioner di objek 
penelitian yang sama. 
 
5.3 Keterbatasan Penelitian 
Penelitian ini masih jauh dari kesempurnan, maka memiliki berbagai 
keterbatasan sebagai berikut. 
1. Terlalu luasnya tema yang diangkat dalam skripsi ini, sehingga masih 
banyaknya yang belum dibahas. 
2. Peneliti tidak dapat menjangkau biro sistem informasi yang telah dibawahi 
langsung oleh PT Semen Indonesia Tbk, sehingga belum bisa mewakili 
pendapat dari biro tersebut. 
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LAMPIRAN 2 
PETA TEORI 
 
No 
Penulis/Topik/Judul 
Buku/Artikel 
Tujuan 
Penelitian/Penulis
an Buku/Artikel 
Konsep/Teori/Hipotesis 
Variabel Penelitian 
dan Teknik Analitis 
Hasil Penelitian/Isi Buku 
1 She-I Chang, David C. 
Yen, I-Cheng Chang, 
Derek Jan., 2014., 
Internal Control 
Framework for A 
Compliant ERP System 
Tujuan utama dari 
penelitian ini adalah 
untuk 
mengembangkan 
kerangka kerja 
pengendalian 
internal awal untuk 
aplikasi dalam 
sistem ERP agar 
memudahkan 
perusahaan untuk 
meningkatkan 
efisiensi audit IT 
dan meringankan 
risiko pengendalian. 
Penelitian ini mengusulkan 
kerangka kerja 12 dimensi 
dengan 37 item kontrol yang 
bertujuan untuk membantu 
auditor melakukan audit yang 
efektif dengan memeriksa 
titik kontrol internal yang 
penting dalam sistem ERP. 
Kerangka yang diusulkan 
memunginkan perusahaan 
untuk meningkatkan efisiensi 
audit teknologi informasi dan 
meringankan risiko 
pengendalian. 
1. Sistem keamanan 
dan pengenalian 
internal dalam 
sistem ERP. 
2. Audit dan 
inspeksi 
tantangan dalam 
sistem ERP. 
3. Kerangka 
pengendalian 
internal 
 
Teknik Analisis: 
Content Validity 
Rasio (CVR) 
Kerangka yang diusulkan dalam 
penelitian ini dapat digunakan 
untuk menilai kontrol ERP. 
Kerangka yang diusulkan juga 
dapat diterapkan untuk profesi 
audit eksternal. Audit eksternal 
dapat menggunakan kerangka 
kerja ini untuk berkomunikasi 
secara logis dengan klien 
mereka. Tanggung jawab 
akuntan publik bersertifikat untuk 
membuktikan efektivitas sistem 
pengendalian internal klien 
mereka jelas diatur. Jika auditor 
tidak memiliki pemahaman yang 
tepat tentang konsep ini, 
pekerjaan audit mungkin 
dikenakan banyak 
ketidakpastian dan risiko. 
2 Brad Tuttle, Scott D. 
Vandervelde.,2007, An 
Empirical Examination 
of COBIT as an Internal 
Control Framework for 
IT 
Tujuan dari 
penelitian ini adalah 
untuk menguji 
konsistensi internal 
model konseptual 
COBIT dalam 
pengaturan audit 
dengan menyelidiki 
Penelitian ini menyajikan 
pemeriksaan empiris dari 
COBIT sebagai kerangka 
pengendalian internal untuk 
teknologi informasi 
berdasarkan pengalaman 
auditor dan  informasi arsip. 
Pemeriksaan konsistensi 
1. Pengujian COBIT 
berdasarkan 
sebagai kerangka 
pengendalian 
internal 
pengalaman 
auditor. 
2. Pengujian COBIT 
Menggunakan data survei kita 
memperoleh berbagai penilaian 
audit terkait dari panel auditor IT 
yang sangat berpengalaman 
menghasilkan hasil yang 
konsisten. Menggunakan data 
arsip, kita mendapatkan bukti 
dari listserv ISACA yang 
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apakah persepsi 
auditor mengenai 
risiko audit 
berkaitan dengan 
kompleksitas, 
kepentingan klien, 
perhatian klien, dan 
proses risiko 
bergabung untuk 
mewakili risiko 
proses IT dengan 
cara  yang 
ditegaskan oleh 
COBIT. 
model konseptual COBIT 
adalah penting untuk tiga 
alasan. Pertama, pengguna 
COBIT sebagai kerangka 
kerja untuk mempertahankan 
kontrol TI yang efektif akan 
mendapat manfaat dari 
mengetahui apakah model 
konseptual yang dipegang 
bersama-sama berada 
dibawah pengawasan. 
Kedua, berdasarkan diskusi 
dengan auditor praktisi, 
perusahaan akuntan publik 
besar menggunakan salah 
satu COBIT, atau sesuatu 
yang serupa, ketika bekerja 
pada klien dengan signifikan 
kontrol TI. Ketiga, adalah 
mungkin bahwa memeriksa 
model konseptual COBIT 
adalah langkah pertama 
menuju pengembangan teori 
yang lebih umum untuk 
pengendalian internal. 
sebagai kerangka 
pengendalian 
internal 
berdasarkan 
informasi arsip 
mengganggu dan mencerminkan 
perilaku auditor yang 
sebenarnya di lapangan. 
Dengan menggabungkan kedua 
sumber data, kami mengamati 
beberapa korelasi yang luar 
biasa saat dilapiskan ke model 
konseptual COBIT itu. Ketika 
dianggap daripada secara 
terpisah, dua sumber data yang 
digunakan dalam penelitian ini 
menghasilkan bukti yang 
konsisten dan meyakinkan 
bahwa model konseptual COBIT 
adalah pengendalian internal 
yang konsisten dan berguna 
ketika diterapkan pada audit 
kontrol TI. 
3 A.Da Veiga, J.H.P. 
Eloff., 2007, An 
Information Security 
Governance Framework 
Tujuan artikel ini 
yaitu membangun 
kerangka tata 
kelola keamanan 
informasi 
Artikel ini mengevaluasi 
empat pendekatan saat ini 
terhadap kerangka tata 
kelola kemanan informasi 
dalam rangka untuk 
membangun komprehensif 
keamanan informasi 
kerangka pengelolaan baru. 
Variabel penelitian 
yaitu keamanan 
informasi 
Langkah pertama dalam 
mengembangkan budaya 
kemanan informasi dan 
memberdayakan tenaga kerja 
untuk menyadari tanggung 
jawab mereka untuk melindungi 
aset informasi akan menerapkan 
kerangka tata kelola keamanan 
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Empat pendekatan tersebut 
adalah pendekatan yang 
sangat teknis dalam 
mengamankan lingkungan 
TI, pendekatan mekanisme 
perlindungan teknis dan 
keterlibatan manajemen 
secara pararel, pendekatan 
penekanan keamanan 
informasi, dan pendekatan 
pengembangan dan peran 
tata kelola dalam kemanan 
informasi 
informasi komprehensif. Tata 
kelola keamanan informasi yang 
dibangun dapat digunakan oleh 
organisasi sebagai titik 
komprehensif dan satu referensi 
terhadap tata kelola keamanan 
informasi. Kerangka Keamanan 
Informasi tata kelola baru dapat 
digunakan oleh organisasi 
sebagai titik komprehensif dan 
satu referensi terhadap tata 
kelola keamanan informasi. 
Manajemen dan eksekutif dapat 
menggunakan kerangka Tata 
Kelola Keamanan Informasi 
sebagai acuan untuk mengatur 
keamanan informasi dalam 
semua aspek dari lingkungan 
aset informasi organisasi. 
Pelaksanaan komponen yang 
berlaku dari kerangka Tata 
Kelola Keamanan Informasi di 
sebuah organisasi harus 
memiliki dampak positif pada 
perilaku karyawan dan 
bagaimana mereka melindungi 
aset organisasi, sehingga 
meminimalkan risiko terhadap 
aset informasi dan 
menumbuhkan budaya 
keamanan informasi dapat 
diterima. 
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4 Wei She, Bhavani 
Thuraisingham., 2007, 
Information Systems 
Security 
Tujuan dari artikel 
ini yaitu untuk 
memberikan 
gambaran tentang 
keadaan seni 
dalam teknologi 
ERP dan isu-isu 
keamanan untuk 
sistem ERP. 
Penelitian ini 
dirancang untuk 
keamanan sistem 
ERP. 
Artikel ini menggunakan 
layered approach dengan 
mengkaji sejarah dan evolusi 
sistem ERP, ERP teknologi, 
vendor dan produk sistem 
ERP, dan keamanan dalam 
sistem ERP. 
Variabel artikel yaitu 
keamanan informasi 
dan sistem ERP 
Masalah keamanan dalam ERP 
telah ada untuk waktu yang 
lama, tetapi sebagian besar 
solusi didasarkan pada asumsi 
bahwa sistem ERP adalah 
lingkungan tertutup. Tren saat ini 
diberikan, di mana ERP lebih 
mungkin menjadi sistem terbuka, 
solusi ini tidak cukup untuk 
memberikan keamanan. 
Meskipun ada banyak peneliti 
yang bekerja di daerah ini dan 
beberapa solusi yang diberikan 
ke suite yang lebih baik 
lingkungan terbuka, namun 
mekanisme keamanan untuk 
sistem ERP belum dibawa ke 
lingkungan terbuka untuk 
diskusi. Selain itu, ini solusi 
keamanan yang ada didasarkan 
pada fitur saat ini sistem ERP; 
sejak ERP mengungkapkan 
lebih banyak fitur baru yang 
dapat didukung di masa depan, 
mekanisme keamanan harus 
dipasang dan isu-isu keamanan 
baru harus diidentifikasi. 
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LAMPIRAN 3 
Hasil Wawancara Chang et al. (2014) 
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08.40 
Responden : Nurfadhilah (Manajer Departemen Audit Internal PT Semen 
Tonasa) 
 
 
 
