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The purpose of this thesis was to provide a thorough study of Amazon Elastic Compute 
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purpose of this research was to offer a comprehensive study of Amazon EC2 in Finnish.  
 
The author interned at Tampere University of Applied Sciences' WPK network help 
desk where his original subject for a thesis, Windows Azure Pack installation, was re-
jected as TAMK's IT-resources did not meet the requirements of the said installation. 
Therefore, the author had to come up with a new subject for the thesis; ergo this thesis 
has no official commissioner. Amazon EC2 was chosen on basis of the interest sur-
rounding cloud computing. 
 
The main focus of this thesis is on Amazon Elastic Compute Cloud (EC2): what it has 
to offer and how it is used. However, it also covers quintessential information regarding 
the concept "cloud computing". 
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1 JOHDANTO 
 
 
Käytit minkälaista ohjelmaa tahansa, tarvitset yleensä ensin käyttöösi palvelimen, joka 
voi pyörittää kyseistä ohjelmaa. Joskus tarvitset monta palvelinta, joskus muutaman, 
mutta olivatpa tarpeesi mitkä tahansa tulet mitä luultavimmin tarttumaan siihen 
vaihtoehtoon, joka on nopea ja myös edullinen. Oikeanlaisen palvelimen valinta voi olla 
hyvin aikaavievää ja rasittavaa, koska pitää selvittää minkälaista laitteistoa tulee 
hankkia, millä hinnalla ja lopputuloksena on huoneen täydeltä palvelimia pölyttymässä. 
Tämä prosessi on vältettävissä virtuaalipalvelimella ja tässä opinnäytetyössä 
keskitynkin Amazon Web Servicesin virtuaalipalvelimia tarjoavaan Amazon Elastic 
Compute Cloudiin (EC2) -pilvipalveluun. 
 
Opinnäytetyö sijoittuu tietoverkkopuolen opintoihin. Suoritin harjoitteluni TAMKin 
WPK-verkon helpdeskissä ja sain sitä kautta ensimmäisen aiheeni Windows Azure 
Packin asentamisesta WPK-verkkoon. Myöhemmin se koulun resurssien puuttumisen 
takia jouduttiin hylkäämään. Sain idean uuteen aiheeseen tietojenkäsittelyn lehtorilta 
Ville Haapakankaalta. Hän ehdotti, että koska minua kiinnostaa pilvipalvelut tekisin 
aineistotutkimuksen pilvipalvelusta, josta ei vielä löydy opinnäytetyötä.  
 
Opinnäytetyön tavoitteena on tehdä kattava aineistotutkimus Amazon Web Servicesin 
Amazon Elastic Compute Cloud (Amazon EC2) -pilvipalvelusta. Tällä hetkellä ei ole 
paljoakaan tietoa tarjolla kyseisestä pilvipalvelusta suomen kielellä. Käyn raportissa 
läpi Amazon Web Servicesin historiaa, kerron siitä yleisesti ja keskityn erityisesti 
Amazon EC2-tuotteeseen, mitä se pitää sisällään ja, kuinka sitä käytetään. 
Tarkoituksena onkin tarjota perinpohjainen tutkimus kyseisestä pilvipalvelusta ja 
pilvipalveluista yleensä ja näin luoda kattava kokonaiskuva lukijalle. 
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2 PILVIPALVELUT 
 
 
Pilvipalvelut ovat seuraava askel Internetin kehityksessä. Sana ”pilvi” pilvipalveluissa 
merkitsee käytännössä sitä, että kykenet ottamaan palvelun käyttöösi koska vain haluat, 
paikasta riippumatta. Pilvi-sana tarkoittaa myös ilmakehässä sijaitsevaa höttöä, joka 
koostuu pienen pienistä vesipisaroista ja se voi helposti laajentua ja supistua. Tämä 
tarkoittaa sitä, että se on hyvin elastinen eli joustava ja juurikin tämä elastisuus on yksi 
pääsyistä, miksi pilvipalvelut ovat niin kovassa suosiossa. Pilvipalveluiden elastisuus 
antaa käyttäjille vapauden hankkia tarvittaessa lisäresursseja ja vastaavasti myös 
vaivatta luopumaan niistä, kun käyttöä ei enää ole. Tämä on ollut mahdollista myös 
ennen, mutta ero entiseen piilee siinä, että silloin prosessi ei ollut yhtä automatisoitua ja 
lähellä itsepalvelua. Käynnissä oleva kehitys, jonka suuntana on pilvipalveluiden 
kokonaisvaltainen leviäminen, voi muuttaa täysin tavan, jolla yritykset hyödyntävät 
tietotekniikkaa liiketoiminnassaan. Pilvipalvelut tarjoavat suorituskykyisen ja 
kustannustehokkaan tavan toimittaa IT-ratkaisuja asiakkaille ja vastaavasti myös 
asiakkaat saavat rahoilleen vastinetta. (Golden, B. 2013.) 
 
”Pilvi” itsessään koostuu laitteistosta, verkosta, tallennustilasta, palveluista ja 
käyttöliittymästä, jotka yhdessä muodostavat palvelun. ”Pilvipalvelu” tuo ohjelmiston, 
infrastruktuurin ja tallennustilan käyttäjän hallintaan Internetin välityksellä, joko 
erillisinä komponentteina tai kokonaisena alustana. Yleisiä esimerkkejä pilvipalvelusta 
ovat esimerkiksi verkkopankki, Facebook-yhteisöpalvelu ja Microsoftin One Drive-
tallennustilapalvelu.  
 
Pilvipalvelut-käsitteelle (cloud computing) ei ole yhtä tiettyä oikeaa määritelmää, mutta 
sen yksi useimmin siteerattu määritelmä tulee Yhdysvaltojen julkishallinnon 
standardeja pohtivalta paikallisen elinkeinoministeriön alaiselta NIST:ltä (National 
Institute of Standards and Technology): Pilvipalvelut on toimintamalli, joka 
mahdollistaa pääsyn vapaasti konfiguroitaviin ja skaalautuviin 
tietotekniikkaresursseihin, jotka voidaan ottaa käyttöön tai poistaa käytöstä helposti ja 
nopeasti. (Salo, I. 2012.) (Golden, B. 2013.) (Grance, T & Mell, P. 2011.)  
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NIST luonnehtii pilvipalveluiden konseptin rakentuvan 5 ominaispiirteestä, 3 
palvelumallista sekä 4 pilvityypistä. (Salo, I. 2012.) (Grance, T & Mell, P. 2011.) 
 
Ominaispiirteet: 
 itsepalvelullisuus 
 pääsy palveluihin eri päätelaitteilla 
 resurssien yhteiskäyttö 
 nopea joustavuus 
 käytön tarkka mittaaminen  
 
Palvelumallit: 
 infrastruktuuri palveluna (Infrastructure-as-a-Service, IaaS) 
 sovellusalusta palveluna (Platform-as-a-Service, PaaS) 
 sovellukset palveluna (Software-as-a-Service, SaaS)  
 
Pilvityypit: 
 julkinen pilvi 
 yksityinen pilvi 
 yhteisöpilvi 
 hybridipilvi  
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3 PALVELUMALLIT 
 
 
Pilvipalvelut ovat jaettu kolmeen eri malliin: Sovellukset palveluna (Software-as-
aService, SaaS), sovellusalusta palveluna (Platform-as-a-Service, PaaS) ja 
infrastruktuuri palveluna (Infrastructure-as-a-Service, IaaS). Jokaisen palvelumallin 
myötä, tietyt vastuualueet siirtyvät palveluntarjoajalle antaen käyttäjille vapauden 
keskittyä omiin tekemisiin, eikä heidän tarvitse näin huolehtia palvelun teknisestä 
ylläpidosta. Palvelumallien "alin" taso infrastruktuuri palveluna (IaaS) tiivistää koko 
palvelin kokonaisuuden resursseineen käyttöösi, eikä sinun tarvitse enää itse huolehtia 
sen fyysisestä muodosta, mutta joudut silti vastaamaan sen turvallisuudesta ja 
ylläpidosta asennuksineen. Sovellusalusta palveluna (PaaS) on palvelumallien seuraava 
taso ja siinä käyttäjä voi keskittyä sovellusten kehittämiseen valmiilla alustalla eli 
vastuu asennuksesta ja teknisestä ylläpidosta on siirretty palveluntarjoajalle. Sovellukset 
palveluna (SaaS) on "ylin" taso palvelumalleissa eli siinä sovellus/palvelu on jaettu 
käyttövalmiina verkon kautta ja sinun tarvitsee vain keskittyä sovelluksen/palvelun 
käyttäjien hallinnoimiseen. (Kavis, M. 2016.) (Kepes, B. 2016.) 
 
,  
KUVA 1. Palvelumallit esimerkkeineen. (Wso2 2010.) 
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3.1 Infrastructure-as-a-Service 
 
 
KUVA 2. Mitä IaaS tarjoaa. (Salo, I. 2012.) 
 
Infrastruktuuri palveluna (IaaS) on tapa tuoda pilvipalveluiden koko infrastruktuuri, eli 
palvelin, tallennustila, tietoverkot ja käyttöjärjestelmät, käyttäjän ulottuville. Käyttäjän 
ei tarvitse enää ostaa palvelimia, ohjelmistoja tai verkkolaitteita, vaan ne voidaan 
hankkia täysin ulkoistettuina palveluina. IaaS-malliin pohjautuvat alustat tarjoavat 
hyvin skaalautuvat resurssit, joita voidaan tarpeen vaatiessa säätää haluamalla tavalla. 
Tämän ominaisuuden myötä IaaS-malli soveltuu hyvin työmääriin, jotka ovat 
väliaikaisia, kokeellisia tai voivat muuttua  arvaamatta. IaaS-palvelumallista hyvänä 
esimerkkinä toimii Amazon Elastic Compute Cloud (EC2)-pilvipalvelu. (Kepes, B. 
2016.) (Williams, B. 2012.) 
 
3.2 Platform-as-a-Service 
 
 
KUVA 3. Mitä PaaS tarjoaa. (Salo, I. 2012.) 
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Sovellusalusta palveluna (PaaS) toimii käyttäjälle ympäristönä, jossa voi kehittää, 
ylläpitää, sekä testata sovellusta. Kun vastuu infrastruktuurista ja sen ylläpidosta on 
siirretty palveluntarjoajalle, jää kehitystyöhön huomattavasti enemmän aikaa. PaaS 
tarjoaa yrityksille nopean ja kustannustehokkaan kehitysratkaisun tietoturvallisesti. 
PaaS soveltuu hyvin tilanteeseen, jossa useat eri tahot kehittävät yhdessä sovellusta tai, 
jos kehitystyö vaatii ulkopuolista apua. Google App Engine ja Amazon Web Services 
ovat yleisiä esimerkkejä PaaS-mallin palveluista. (Salo, I. 2012.) (Kepes, B. 2016.) 
(Williams, B. 2012.) 
 
3.3 Software-as-a-Service 
 
 
KUVA 4. Mitä SaaS tarjoaa. (Salo, I. 2012.) 
 
Sovellukset palveluna-mallissa (SaaS) palveluntarjoaja jakaa käyttövalmiin sovelluksen 
kuluttajalle internetin välityksellä. Kuluttajan tarvitsee vain tarpeen vaatiessa ostaa 
palvelu käyttöönsä ja palveluntarjoaja hoitaa sen päivittämisen ja muun yleisen 
ylläpidon. Usein myös sovelluksen lisenssistä täytyy maksaa suuri summa, mutta SaaS-
sovelluksen kustannukset hoituvat esimerkiksi aikaperusteisella, käyttäjä- tai 
konekohtaisella maksulla. Useimmat SaaS-sovellukset ovat heti käytettävissä selaimen 
avulla eivätkä vaadi erillistä asennusta. Yksi suosituimista SaaS-malliin pohjautuvista 
sovelluksista on TAMKinkin käytössä oleva Microsoftin Office 365, joka tuo internetin 
välityksellä käyttäjälle kaikki Microsoft Office-tuoteperheen palvelut. (Salo, I. 2012.) 
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TAULUKKO 1. Palvelumallien yhteenveto. 
Tyyppi Käyttäjä Tarjottu palvelu Palvelun kattavuus Muokattavuus 
SaaS Loppukäyttäjä Valmis sovellus Palvelun käyttö 
 Ei juurikaan 
muokattavuutta 
 Toiminnot 
määräytyvät 
palveluntarjoajan 
mukaan 
PaaS 
Sovelluksen 
kehittäjä 
 Valmis 
ympäristö 
koodin 
tuottamiseen  
 Tallennustila 
pilvessä 
 
 Ympäristön 
käytettävyys 
 Ympäristön 
resurssit 
Korkea sovellus-
tason muokattavuus, 
kuitenkin tarjotun 
palvelun rajoitusten 
mukaisesti 
IaaS 
 Sovelluksen 
kehittäjä 
 IT 
 
 Virtuaalipalveli
n 
 Tallennustila 
pilvessä 
 Virtuaalipalvelime
n käytettävyys 
kaikkine 
resursseineen 
Ei juuri mitään 
rajoitteita 
virtuaaliympäristöön 
asennettaviin 
sovelluksiin. 
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4 PILVITYYPIT 
 
 
Pilvipalvelut on jaettu neljään eri pilvityyppiin: Julkinen, yksityinen, yhteisö- ja 
hybridipilvi. Jokainen tyyppi pitää sisällään tietynlaisten pilvipalveluympäristön, jotka 
eroavat toisistaan omistajuussuhteiltaan, kooltaan ja ketkä palveluun pääsevät käsiksi.  
 
4.1 Julkinen pilvi 
 
Julkinen pilvi edustaa sitä mielikuvaa, joka ihmisillä usein on pilvipalveluista eli siinä 
on suuri monikäyttäjyys ja kyseisillä käyttäjillä ei todennäköisesti ole mitään tekemistä 
toistensa kanssa. Julkinen pilvi on kaikille avoin pilviympäristö, jonka omistaa 
ulkopuolinen palveluntarjoaja. Julkisessa pilvessä palvelun resurssit on säännöstelty 
useimmiten palvelumallien mukaisesti ja resursseja tarjotaan käyttäjien kesken jaetuista 
resurssialtaista. Kuvasta 5. näkyy osa suurimmista julkisen pilvipalvelun tarjoajista.  
 
 
KUVA 5.  Suurimmat julkisen pilvipalvelun tarjoajat. (Arcitura Education Inc, 2016d.) 
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4.2 Yksityinen pilvi 
 
Yksityinen pilvi on yhden yrityksen omistuksessa. Resurssit ovat yksinoikeudella 
tarjottu yritykselle palveluna, joka vastaa korkeaa yksityisyys-, turva-, sekä 
luottamusvaatimustasoa ja samalla hyödyntää mahdollisimman hyvin resurssialtaan 
elastista käyttöä. Yksityisen pilven ylläpito voidaan antaa joko sisäisen, tai ulkoisen 
tahon hoidettavaksi. Yritys toimii sekä pilven kuluttajana, että tarjoajana siinä määrin, 
että tietty osasto voi ottaa vastuun pilven säännöstelystä (palveluntarjoaja) ja osastot, 
jotka tarvitsevat pääsyä pilveen, omaksuvat kuluttajan roolin. (Arcitura Education Inc, 
2016c.) 
 
 
KUVA 6. Yrityksen toimitiloissa työskentelevä käyttäjä saa VPN-yhteyden kautta 
pääsyn pilvipalveluun, joka toimii saman yrityksen yksityisessä pilvessä (Arcitura 
Education Inc, 2016c.) 
 
4.3 Yhteisöpilvi 
 
Yhteisöpilvessä useampi eri yritys, joita yhdistää samat tietyt tarpeet, jakavat pilven 
infrastruktuurin. Se vastaa hyvin paljon julkista pilveä, mutta yhteisöpilveen pääsee 
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käsiksi vain tietty joukko yrityksiä. Yhteisön osapuolet yleensä jakavat vastuun pilven 
määrittämisestä ja kehittämisestä (Kuva 7), mutta yhteisöön kuuluminen ei 
automaattisesti tarkoita sitä, että pääsee käsiksi sen resursseihin. Yhteisön ulkopuolisilla 
osapuolilla ei yleensä ole pääsyä pilveen, ellei sitä erikseen heille ole myönnetty 
yhteisön toimesta. (Arcitura Education Inc, 2016a.) 
 
 
KUVA 7. Yhteisöpilven malli. (Arcitura Education Inc, 2016a.) 
 
4.4 Hybridipilvi 
 
Hybridipilvi on ympäristö, joka koostuu kahdesta tai useammasta aiemmin mainitusta 
pilvityypistä (julkinen, yksityinen, yhteisö). Käyttäjä voi esimerkiksi sijoittaa yksityistä 
dataa sisältävän palvelun toimimaan yksityisessä pilvessä ja vähemmän yksityistä, 
julkista dataa sisältävän palvelun toimimaan julkisessa pilvessä. Tämän yhdistelmän 
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tuloksena syntyy hybridipilvi (kuva 8). Tämäntyyppisen pilven arkkitehtuurin luominen 
ja ylläpitäminen voi olla haasteellista ympäristöjen eriäväisyyksien vuoksi ja, koska 
vastuu ylläpidosta on jaettu yksityisen pilven ja julkisen pilven palveluntarjoajien 
kesken. (Arcitura Education Inc, 2016b.) 
 
 
KUVA 8. Kuinka hybridipilvi syntyy. (Arcitura Education Inc, 2016b.) 
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5 AMAZON WEB SERVICES 
 
 
5.1 Historiaa  
 
Amazon Web Services julkistettiin 13.3.2006 ja silloin AWS:n ainut tarjottu palvelu oli 
Simple Storage Service, joka myöhemmin sai nimekseen Amazon S3. Idea S3:n takana 
oli yksinkertainen: se tarjoaisi tallennustilaa verkon välityksellä eli palvelun, johon 
käyttäjä voi tallentaa haluamansa objektin (video, kuva, varmuuskopio yms.). (Golden, 
B. 2013.) 
 
S3 ei pysynyt AWS:n ainoana palveluna kauaa, sillä kahden kuukauden jälkeen S3:n 
julkistamisesta Amazon toi markkinoille Simple Queue Service (SQS), joka 
mahdollistaa kommunikoinnin eri ohjelmien kesken. SQS voi vastaanottaa tai lähettää 
viestejä AWS-ympäristön sisällä tai sen ulkopuolisille ohjelmille esimerkiksi käyttäjän 
selaimelle, ja näin mahdollistaa hyvin skaalautuvien ja samaan aikaan eri järjestelmillä 
toimivien ohjelmien kehittämisen. (Golden, B. 2013.) 
 
Vuonna 2006 julkistettiin Amazon Elastic Compute Cloud (toiselta nimeltään EC2), 
joka tarjoaa skaalautuvaa laskentakapasiteettia itsepalveluna pilvessä. (Golden, B. 
2013.) 
 
5.2  Yleistä 
 
Amazon Web Services (AWS) tarjoaa pilven kautta IT-resursseja ja palveluita, jotka voi 
halutessaan ottaa heti käyttöön ja hinnoittelu tapahtuu niiden käytön mukaan.  Voit 
säännöstellä virtuaalipalvelimia, pystyttää palomuurin, konfiguroida Internetiin pääsyä, 
varata ja reitittää IP-osoitteita ja skaalata käyttämääsi infrastruktuuria vastaamaan 
kasvavaa kehitystä ja vaatimustasoa. Voit ajaa AWS:ssä palvelinta, johon voit kirjautua 
ja konfiguroida sitä mielesi mukaan aivan kuten palvelinta, joka sijaitsisi fyysisesti 
vieressäsi.  (Amazon 2016e.) 
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6 AMAZON EC2 
 
 
Amazon Elastic Compute Cloudia (EC2) voidaan pitää AWS-tuoteperheen 
vallankumouksellisimpana saavutuksena, koska se on muuttanut yhden IT-alan 
keskeisimmistä osista: palvelintilan ja palvelinten hankkimisen ylipäätään. 
Aikaisemmin palvelinta hankkiessa piti ensin hankkia tarvittavat rahat kasaan, suorittaa 
itse osto, hoitaa palvelimen kuljetukset ja asennukset, lopulta kytkeä se verkkoon ja 
koko prosessi saattoi viedä useita viikkoja. Amazon EC2 tarjoaa itsepalveluna 
virtuaalipalvelimen käyttöösi vain muutamassa minuutissa. (Golden, B. 2013.) 
 
Amazon EC2:n idea perustuu virtualisointiin, eli luot virtuaalikoneita, jotka hoitavat 
kaikki samat tehtävät, jotka hoitaisit "oikealla" koneella käyttäen "oikeaa" 
käyttöjärjestelmää. EC2 tuo käyttäjälle virtuaalisen ympäristön, jossa tarpeen mukaan 
voi luoda, käynnistää ja lopettaa haluamasi määrän palvelin-instansseja, jonka takia 
Amazon kutsuu sitä elastiseksi (elastic). Palvelun hinta koostuu käytetyistä resursseista. 
(Golden, B. 2013.) 
 
6.1 Ominaisuudet 
 
Amazon EC2:ssa on monta eri toiminnallisuutta, joiden avulla voi rakentaa skaalautuvia 
ja vikasietoisia sovelluksia. Tärkeimmät toiminnot ovat: Amazon Elastic Block Store, 
EBS-Optimized Instances, Elastic IP Addresses, Amazon Virtual Private Cloud, Ama-
zon CloudWatch, Auto Scaling, Elastic Load Balancing, VM Import/Export ja En-
hanced Networking. (Amazon 2016d.) 
 
Amazon Elastic Block Store (EBS) tarjoaa tallennustilaa EC2-instansseille. EBS-
tilaosiot ovat kiinni instanssissa ja niiden elinkaari riippuu täysin instanssin elinkaaresta. 
EBS-tilaosiot toimivat instanssien kantakovalevyinä ja niitä voi halutessaan kiinnittää 
lisää instanssin käyttöön. (Amazon 2016d.) 
 
EBS-Optimized Instances eli Elastic Block Store-optimoidut instanssit ovat 
lisämaksusta valittavana olevia instanssi-muotoja, joissa instanssi ottaa käyttöön koko 
EBS-tilaosion siirtonopeuden. (Amazon 2016d.) 
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Elastic IP Addresses eli elastiset IP-osoitteet ovat staattisia osoitteita, jotka ovat 
käyttäjätilisi hallinnassa niin kauan, kunnes päätät luopua siitä. Mikäli esimerkiksi 
haluat naamioida instanssin kaatumisen, voit nimittää saman osoitteen sijais-
instanssille, joka ottaa liikenteen haltuunsa toisen kaatuessa. (Amazon 2016d.) 
 
Amazon Virtual Private Cloud (VPC) on suojattu ja eristetty virtuaaliverkko. 
Käyttäjällä on täysi kontrolli virtuaaliympäristöstä ja sen IP-osoiteavaruudesta, 
aliverkoista, reititystauluista ja yhdyskäytävistä. (Amazon 2016d.) 
 
Amazon CloudWatch on monitorointi-palvelu AWS-pilven resursseille ja sovelluksille, 
kuten Amazon EC2, jossa palvelu otetaan käyttöön valitsemalla haluttu instanssi 
monitoroitavaksi. CloudWatchin avulla saat tietoa esimerkiksi palvelun resurssien 
käytöstä, suorituskyvystä ja verkkoliikenteestä. (Amazon 2016d.) 
 
Auto Scaling antaa sinun automaattisesti skaalata EC2-kapasiteettia tiettyjen ehtojen 
toteutuessa. Voit skaalata instanssit toimimaan täydellä teholla ruuhka-aikana ja 
vastaavasti laskemaan tehoja hiljaisena aikana ja näin minimoimaan kustannuksia. 
(Amazon 2016d.) 
 
Elastic Load Balancing jakaa automaattisesti saapuvan verkkoliikenteen EC2-
instanssien kesken ja näin auttaa luomaan vielä paremman vikasietokyvyn sovelluksille. 
Elastic Load Balancing tunnistaa vahingoittuneet instanssit ja automaattisesti 
uudelleenohjaa niiden liikenteen terveisiin instansseihin, kunnes vahingoittuneen 
instanssin tila on palautunut normaaliksi. (Amazon 2016d.) 
 
VM Import/Export:in avulla käyttäjä voi ladata vaivatta omia virtuaalikone-imageja 
EC2-instansseihin ja myöskin halutessa poistaa niitä. (Amazon 2016d.) 
 
 
6.2 Instanssityypit 
 
Amazon Machine Image (AMI) sisältää informaation (esim. käyttöjärjestelmä, 
sovelluspalvelin ja sovellukset), joka vaaditaan instanssin, Amazonin pilvessä toimivan 
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virtuaalipalvelimen, käynnistämiseen. Yhdestä AMI:sta voi käynnistää monta eri 
instanssia (kuva 9). (Amazon 2016a.) 
 
 
KUVA 9. AMI:sta voi käynnistää minkä vain instanssin, tyypistä riippumatta. (Amazon 
2016a.) 
 
Kun käynnistät instanssin, valitset ensin instanssityypin, joka määrittää isäntäkoneelta 
laitteistokapasiteetin (esim. muistin määrä, CPU, tallennustila) instanssin käyttöön. 
Instanssiin pääsee käsiksi käyttämällä sille määriteltyä julkista DNS- tai IP-osoitetta 
(esim. ec2-84.249.71.122.compute-1.amazonaws.com) ja määrittämällä sille avainparin, 
sekä turvallisuusryhmän. Instanssit ovat käynnissä siihen asti, kunnes käyttäjä itse 
päättää lopettaa ne tai ne jostain syystä itsestään kaatuvat, jolloin uuden voi käynnistää 
helposti AMI:sta. (Amazon 2016a.) (Amazon 2016e.) 
 
Käyttäjä voi aloittaa jo olemassa olevasta AMI:sta, joka vastaa hänen tarpeitaan ja 
kirjautua instanssiin, jonka jälkeen instanssia voi haluamansa mukaan muokata 
lisäpalveluilla ja -asetuksilla. Muokattu AMI voidaan tallentaa uutena AMI:na, jota 
voidaan tarpeen vaatiessa käyttää uusien instanssien käynnistämiseen. (Amazon 2016a.) 
(Amazon 2016e.) 
 
Amazon on jakanut instanssit tarjonnan mukaan (yleinen käyttö, laskenta, muisti, 
tallennustila, grafiikka) eri perheisiin ja instanssin koon mukaan (esim. t2.micro) 
tyyppeihin. (Amazon 2016b.) 
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Yleinen käyttö-perhe on tarkoitettu sovelluksiin, jotka eivät vaadi liikaa resursseja 
toimiakseen. Tämän perheen instanssit ovat jaettu t2-, m4- ja m3-tyyppeihin (Amazon 
2016b.): 
 t2: vähäistä käyttöä vaativille sovelluksille, esim. yksinkertainen verkkosivu. 
Malleja: t2.nano, t2.micro, t2.small, t2.medium ja t2.large. 
 m4: tarjoaa enemmän rautaa t2-tyyppiin verrattuna. Malleja: m4.large, 
m4.xlarge, m4.2xlarge, m4.4xlarge ja m4.10xlarge. 
 m3: tarjoaa enemmän rautaa m4-tyyppiin verrattuna, kuten SSD-kovalevyt. 
Malleja: m3.medium, m3.large, m3.xlarge ja m3.2xlarge. 
 
Laskenta-perheen instansseissa on panostettu prosessoritehoon ja se on tarkoitettu 
laskentatehoa vaativaan käyttöön. Tämän perheen instanssit ovat jaettu c4- ja c3-
tyyppeihin (Amazon 2016b.): 
 c4: laskentatehoa vaativaan käyttöön esim. web-palvelimen ylläpito. Malleja: 
c4.large, c4.xlarge, c4.2xlarge, c4.4xlarge ja c4.8xlarge. 
 c3: tarjoaa enemmän rautaa c4-tyyppiin verrattuna, kuten paremman prosessorin 
ja SSD-kovalevyt. Malleja: c3.large, c3.xlarge, c3.2xlarge, c3.4xlarge ja 
c3.8xlarge. 
 
Muisti-perhe on tarkoitettu paljon muistia vaativille sovelluksille ja tämän perheen 
instanssit ovat kaikki r3-tyyppejä (Amazon 2016b.): 
 r3: suositellaan tietokannoille, Microsoft Sharepointin ja muiden yritys-
sovellusten käyttöön. Malleja: r3.large, r3.xlarge, r3.2xlarge, r3.4xlarge ja 
r3.8xlarge. 
 
Tallennustila-perhe tarjoaa tallennustilaa niin nopeaan, kuin hitaaseen käyttöön. 
Instanssit on jaettu i2- ja d2-tyyppeihin (Amazon 2016b.): 
 i2: nopeaan käyttöön tarkoitettua SSD-kovalevyllistä tallennustilaa esimerkiksi 
NoSQL-tietokannoille. Malleja: i2.xlarge, i2.2xlarge, i2.4xlarge ja i2.8xlarge. 
 d2: suurta tallennustilaa vaativaan käyttöön HDD-kovalevyllistä kapasiteettia. 
Malleja: d2.xlarge, d2.2xlarge, d2.4xlarge ja d2.8xlarge. 
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Grafiikka-perhe tarjoaa g2-tyyppisiä instansseja esimerkiksi 3D-sovellusten 
suoratoistoon, video-koodaukseen tai muuhun grafiikka-painoitteiseen käyttöön. G2-
tyypin instanssin mallit ovat: g2.2xlarge ja g2.8xlarge (Amazon 2016b.). 
 
6.3 Käyttö 
 
6.3.1 Esimerkki 1: Yksinkertaisen Amazon EC2-instanssin luominen 
 
1) Avaa '"https://aws.amazon.com"-sivu selaimessa, valitse oikealta ylhäältä "My 
Account"-valinnan alta "AWS Management Console" ja kirjaudu sisään omilla 
tunnuksillasi. 
 
2) Valitse EC2. (Kuva 10.) 
 
 
KUVA 10. EC2-kuvakkeen sijainti. 
 
3) Vasemmalta puolelta Images-otsikon alta valitaan AMIs-linkki. (Kuva 11.) 
 
 
KUVA 11. AMIs-linkin sijainti. 
 
4) Suodattimeksi valitaan "Public Images" ja hakusanaksi "getting", jonka jälkeen 
valitaan "getting-started-with-ebs-boot"-AMI. Tämä AMI pitää sisällään 
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konfiguraation, jonka ainoa tehtävä on käynnistää yksinkertainen web-sivu. Lopuksi 
painetaan ylhäältä Launch-näppäintä (kuva 12). 
 
 
KUVA 12. AMIs-linkin alta paljastuva näkymä. 
 
5) Asennusvelho on valinnut valmiiksi t1.micro-valinnan, joka annetaan olla valittuna 
ja valitaan sivun oikeasta alakulmasta "Review and Launch"-valinta. (Kuva 13.) 
 
 
KUVA 13. Instanssin valinta. 
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6) Seuraavaksi näkyy instanssin yksityiskohdat ja usein myös saattaa tulla varoituksia 
joistakin asetuksista, mutta niistä ei tarvitse välittää. Seuraavaksi valitaan oikeasta 
alakulmasta "Launch". (Kuva 14.)  
 
Instanssit käyttävät aina turvallisuusryhmiä (Security Groups), jotka palomuurin 
lailla kontrolloivat instanssin verkkoliikennettä ja asennusvelho ottaa käyttöön 
oletus-turvallisuusryhmän ellei käyttäjä erikseen sitä määritä. (Golden, B. 2013.) 
 
 
KUVA 14. Instanssin yksityiskohdat ja mahdolliset varoitukset. 
 
7) Seuraavaksi ilmestyy tärkeä ruutu (kuva 15), jossa valitaan instanssin 
käynnistyksessä käytettävä avainpari (key pair). Avainpari viittaa kahteen SSH-
avaimeen, joista toinen on julkinen, toinen yksityinen ja ne mahdollistavat suojatun 
admin-yhteyden käynnistettävään instanssiin. Seuraavaksi valitaan "Launch 
Instances". (Golden, B. 2013.) 
 
Olen jo aiemmin tehnyt "OpinnaytetyoTuomasLehtonen"-nimisen avainparin, mutta 
mikäli ei ole valmiiksi tehtyä avainparia, asennusvelho auttaa sinua luomaan uuden 
jolloin tallennat luomasi yksityisen avaimen talteen .pem-muodossa tietokoneellesi, 
jota vaaditaan instanssiin kirjautuessa. 
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KUVA 15. Avainparin valinta. 
 
8) Instanssi on nyt käynnistetty ja kuvasta 16 näkee instanssin eri tietoja kuten: 
a) yksityinen DNS-osoite. 
b) julkinen DNS-osoite. 
c) yksityiset ip-osoitteet yhteydenottoon AWS:n sisältä. 
d) julkinen ip-osoite yhteydenottoon AWS:n ulkopuolelta. 
e) käytössä oleva AMI. 
f) käytössä oleva avainpari. 
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KUVA 16. Instanssi on nyt käynnissä. 
 
9) Kuvan 16 vasemmassa ylälaidassa näkyvästä "Connect"-valinnasta aukeaa ohjeet 
SSH-yhteyden muodostamiseen kyseiseen instanssiin. Yhteys voidaan muodostaa 
PuTTY:llä, jolloin tarvitaan aiemmin tallennettu yksityinen avain 
(OpinnaytetyoTuomasLehtonen.pem) ja instanssin julkinen DNS-osoite (ec2-54-
174-179-193.compute-1.amazonaws.com).  
 
Tässä tapauksessa yhteys muodostetaan komennolla: 
 
ssh -i "OpinnaytetyoTuomasLehtonen.pem" root@ec2-54-174-179-
193.compute-1.amazonaws.com 
 
10) Instanssin voi lopettaa valitsemalla vasemmasta yläkulmasta (kuva 16.) "Actions"-
valinnan alta "Instance State" ja "Terminate". 
 
6.3.2 Esimerkki 2: WordPress-blogin luominen 
 
1) Avaa '"https://aws.amazon.com"-sivu selaimessa, valitse oikealta ylhäältä "My 
Account"-valinnan alta "AWS Management Console" ja kirjaudu sisään omilla 
tunnuksillasi, jonka jälkeen valitse EC2-valinta aivan kuten aiemmassa esimerkissä. 
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2) Valitse "Launch Instance"-valinta (kuva 17). 
 
 
KUVA 17. Instanssin käynnistäminen. 
 
3) Seuraavaksi valitaan vasemmalta puolelta AWS Marketplace-linkki ja kirjoitetaan 
hakukenttään "wordpress", jonka jälkeen valitaan "WordPress powered by Bitnami 
(HVM)" Select-valinnasta (kuva 18). 
 
 
KUVA 18. Oikean Amazon Machine Imagen valinta. 
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4) Seuraavaksi tulee esiin tietoa palvelun hinnoittelusta, mutta selataan sivua alaspäin 
ja valitaan "Continue" (kuva 19). 
 
 
KUVA 19. Tietoa WordPress-blogin hinnoittelusta. 
 
5) Seuraavaksi valitaan ilmainen t2.micro-instanssi ja alhaalta "Review and Launch"-
valinta. (Kuva 20). 
 
 
KUVA 20. Instanssin valinta. 
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6) Aivan kuten ensimmäisessä esimerkissä, seuraavaksi tulee näkyviin tiedot 
instanssista varoituksineen ja valitaan "Launch", jonka jälkeen valitaan avainpari ja 
"Launch Instances". Instanssin käynnistymisessä voi kestää muutama minuutti. 
 
7)  Instanssi on nyt käynnistetty. Selataan sivua alaspäin ja valitaan "View Instances" 
(kuva 21). 
 
 
KUVA 21. Instanssi on käynnistetty. 
 
8) Kuvassa 22 näkyy instanssin eri tiedot ja ruudun oikeassa alakulmassa näkyy 
julkinen ip-osoite 52.91.188.73, jonka kirjoittamalla selaimeen pääsee juuri luotuun 
WordPress-blogiin (kuva 23). Mikäli instanssilla ei ole valmiiksi nimeä, voi sen 
kirjoittaa itse laittamalla kursorin "Name"-välilehden alla olevaan tyhjään kohtaan 
(kuvassa 22 "WordPress") ja painamalla esiin tulevaa kynän kuvaa. 
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KUVA 22. Tietoa juuri luodusta instanssista. 
 
 
KUVA 23. Valmis WordPress-blogi. 
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9) Mikäli haluaa tehdä muutoksia WordPress-blogiin, tulee mennä takaisin instanssin 
tietoihin ja valita "Actions"-valinnan alta "Instance Setting", jonka jälkeen "Get 
System Log" (kuva 24). 
 
 
KUVA 24. System Login sijainti. 
 
10)  Seuraavaksi avautuu System Log-ikkuna, jota selataan niin kauan alaspäin, kunnes 
näkyviin tulee ristikkomerkein ympyröity salasana (kuva 25). 
 
 
KUVA 25. Salasana on ympyröity ristikkomerkein. 
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11) Seuraavaksi mennään takaisin blogin verkkosivulle ja kirjoitetaan osoitekentän 
URL:in perään "/admin", tässä tapauksessa "http://52.91.188.73/admin", jonka 
jälkeen avautuu kuvan 26 näkymä. Username on "user" ja password on System 
Login ristikkomerkein ympyröity salasana ja mikäli tiedot ovat syötetty oikein 
avautuu WordPress-blogin hallintapaneeli (kuva 27). 
 
 
KUVA 26. Sisäänkirjautuminen hallintapaneeliin. 
 
 
KUVA 27. WordPress-blogin hallintapaneeli. 
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6.3.3 Esimerkki 3: Microsoft Windows Server 2012 R2-virtuaalipalvelimen 
luominen. 
 
1) Kuten aiemman esimerkin 2. kohdassa, valitaan Amazon EC2-konsolissa "Launch 
Instance". 
 
2) Seuraavaksi valitaan Microsoft Windows Server 2012 R2 Base-AMI. (Kuva 28.) 
 
 
KUVA 28. Amazon Machine Imagen valinta. 
 
3) Vuorossa on instanssityypin valinta ja aiempien esimerkkien mukaisesti valitaan 
ilmainen t2.micro ja "Review and Launch". Kuten aiemmin seuraavaksi tulee 
näkyviin tiedot instanssista varoituksineen, jossa valitaan "Launch", jonka jälkeen 
valitaan avainpari ja "Launch Instances". Instanssin käynnistymisessä voi kestää 
muutama minuutti. 
 
4) Seuraavaksi valitaan "View Instances", jonka jälkeen näkyvissä on juuri luotu 
instanssi eri tietoineen. Jotta saadaan yhteys kyseiseen instanssiin, valitaan 
"Connect" ja "Get Password". (Kuva 29). 
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KUVA 29. Instanssi vaatii toimiakseen salasanan, joka paikannetaan käyttäjän 
tietokoneelta. 
 
5) Nyt täytyy paikantaa aiemmin luodun avainparin tietokoneelle tallennettu yksityinen 
avain, jonka jälkeen valitaan "Decrypt Password." (Kuva 30). 
 
 
KUVA 30. Salasanan eli tietokoneelle tallennetun .pem-tiedoston purkaminen. 
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6) Palataan takaisin aiempaan näkymään, jossa valitaan "Download Remote Desktop 
File", joka lataa tietokoneelle RDP-etätyöpöytäprotokollaa käyttävän .rdp-tiedoston, 
jonka mahdollistaa yhteyden luotuun instanssiin. (Kuva 31). 
 
 
KUVA 31. Etätyöpöytäyhteyden sallivan .rdp-tiedoston lataus. 
 
7) Paikannetaan tietokoneelta kyseinen tiedosto ja käynnistetään se, jonka jälkeen 
valitaan "Yhdistä" (kuva 32). Seuraavaksi ohjelma kysyy kuvassa 31 näkyvää 
salasanaa ja tämän jälkeen varoittaa yhteydessä käytetystä varmenteesta, josta 
huolimatta valitaan "Kyllä." 
 
 
KUVA 32. Etätyöpöytäyhteyden salliminen. 
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8) Käynnissä on nyt etäyhteys pilvessä Amazonin pilvessä sijaitsevaan Windows 
Server 2012 R2-virtuaalipalvelimeen. (Kuva 33). 
 
 
KUVA 33. Etäyhteys virtuaalipalvelimeen. 
 
6.4 Hinta 
 
Se, kuinka käytät instanssia, määrittää minkä hinnan siitä maksat. Amazon on jakanut 
hinnoittelun kolmeen eri käyttö-luokkaan: itsepalvelu (on-demand), varaus (reserved) ja 
paikka(spot). Tarjolla on myös 12 kuukauden ilmainen kokeilujakso, jossa käyttäjä voi 
kokeilla AWS-tuotteita käyttörajoitusten mukaisesti. (Golden, B. 2013.) 
 
Itsepalvelu-luokka on mutkattomin tapa käyttää instanssia. Käytät instanssia, kun haluat 
ja AWS lupaa sille kiinteän tuntihinnan. Tuntihinta riippuu instanssin tyypistä, koosta ja 
millä alueella sen konkreettinen datakeskus toimii. Esimerkiksi EU-alueella, Irlannissa, 
toimiva m4.large-instanssi maksaa 0.132 dollaria tunnnissa, kun taas Länsi-
Yhdysvalloissa, Oregonissa, toimiva m4.large-instanssi maksaa 0.12 dollaria tunnissa. 
(Amazon 2016f.) 
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Varaus-luokassa käyttäjä maksaa pitkästä sopimuksesta, esimerkiksi vuodesta, ja mitä 
pidempi sopimus, sitä alhaisemman tuntihinnan Amazon tarjoaa instanssille. Käyttäjä 
voi maksaa etukäteen kaikki tai osan sopimuksen kuukausimaksuista, joka myös 
vaikuttaa alentavasti palvelun hintaan. Esimerkiksi EU-alueella, Irlannissa, toimiva 
m4.large-instanssi vuoden sopimuksella, jossa kaikki kuukausimaksut (734$) on 
maksettu etukäteen, maksaa 0.0838 dollaria tunnissa. Vastaavasti, jos ei ole maksanut 
ollenkaan etukäteen kuukausimaksuja, maksaa samainen instanssi 0.1 dollaria tunnissa 
ja 73 dollaria kuukaudessa. (Amazon 2016f.) 
 
Paikka-luokan instanssit ovat käyttämätöntä kapasiteettia Amazonin pilvessä ja niitä 
huutokaupataan käyttäjien kesken, missä instanssin hinta määräytyy sen hetkisen 
kapasiteetin kysynnän mukaan. Käyttäjä tarjoaa instanssista hinnan, jonka hän on 
valmis maksamaan sen käytöstä ja, mikäli tarjottu hinta kohtaa tai alittaa instanssin 
hinnan, käyttäjä saa kyseisen instanssin käyttöönsä. Instanssi on käytössä siihen asti, 
kunnes käyttäjä lopettaa sen tai instanssin hinta ylittää tarjotun hinnan. (Amazon 2016f.) 
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7 POHDINTA 
 
 
Opinnäytetyön tarkoituksena oli tehdä kattava aineistotutkimus Amazon Web 
Servicesin Amazon Elastic Compute Cloud (EC2) -pilvipalvelusta. Aiheesta oli tarjolla 
runsaasti materiaalia, mutta suurin osa oli englanninkielisenä ja mielestäni onnistuin 
tarjoamaan kattavan kokonaiskuvan suomenkielisenä lukijalle. Lähteenä käytetty kirja-
materiaali sisälsi ajoittain vanhentunutta tietoa, kuten hinnat ja palvelun ominaisuudet, 
mutta opinnäytetyöhön on sisällytetty ajan tasalla olevat tiedot, jotka on otettu suoraan 
Amazon EC2-verkkosivulta. Opinnäytetyö valmistui lähes aikataulun mukaisesti, eikä 
sitä tehdessä ilmaantunut muita mainitsemisen arvoisia haasteita kuin että aikataulusta 
piti toisinaan joustaa koulun ohella käymäni vuorotyön takia.  
 
Jatkoa ajatellen voisi Amazon EC2-pilvipalvelun tarjoamiin eri instansseihin ja niiden 
käyttöön paneutua vielä tarkemmin, koska kävin läpi vain osan tarjolla olevista 
vaihtoehdoista. Myöskin instanssien eri perheiden ja tyyppien yksityiskohtia on 
mahdollista käydä vielä yksityiskohtaisemmin läpi. 
 
Lopuksi on suotavaa mainita, että Amazonin ilmainen kokeilujakso vaatii pankkikortin 
tietoja, sekä puhelinvarmistusta, jossa palvelu soittaa puhelimeesi, jonka jälkeen 
näppäilet siihen sinulle annetun varmistuskoodin. En ole tietoinen maksoiko tämä 
kyseinen puhelu, koska en löytänyt asiasta tietoa sivuilta, eikä tätä pohdintaa 
kirjoittaessa ollut puhelinlasku vielä saapunut. Aiemmin mainittu pankkikortin tietojen 
luovutus näkyy tilitiedoissa 1,02€-katevarauksena Amazon Web Servicesiltä, mutta se 
raukeaa myöhemmin. 
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