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L’entrata in vigore del D. Lgs. n. 231/2001 ha rappresentato una rilevante novità per il 
nostro ordinamento che ha avuto un impatto rilevante sull’operatività delle imprese.  
L’introduzione della norma ha consentito il superamento del concetto per cui la persona 
fisica sia da considerarsi l’unico destinatario del sistema punitivo, senza però 
contraddire il principio Costituzionale societas delinquere non potest e configurando un 
tertium genus di responsabilità rispetto ai sistemi tradizionali di responsabilità penale e 
di responsabilità amministrativa. 
Il D. Lgs. n. 231/01 ha, infatti, previsto una responsabilità “amministrativa” dell’ente 
(soggetto con o senza personalità giuridica) che va ad aggiungersi a quella della persona 
fisica che ha materialmente commesso il reato.  
La finalità di scoraggiare la commissione degli illeciti conseguenti, nell’ambito della 
politica d’impresa, a precise scelte gestionali o a condizioni di colpa nella condotta, ha 
indotto alla predisposizione di un sistema sanzionatorio di tipo penale che colpisca 
direttamente il patrimonio dell’ente e, indirettamente, gli interessi economici dei soci. 
Questo orientamento normativo ha richiesto all’impresa di assumere un ruolo di 
“garanzia” rispetto alle azioni commesse dai soggetti per essa operanti, individuando e 
adottando ogni misura idonea alla prevenzione degli illeciti. 
È la stessa norma a prevedere gli strumenti operativi con cui l’impresa possa esimersi 
dall’imputazione della responsabilità, indicando un modello organizzativo-gestionale e 
di controllo interno che consenta di prevenire i rischi di commissione degli illeciti: il 
MOG 231. 
Dopo aver introdotto l’aspetto normativo, il presente lavoro si è concentrato sulla 
descrizione degli elementi strutturali del modello a partire dalle attività di 
risk management, di mappatura delle aree sensibili, di calcolo del rischio residuo, di 
valutazione del Sistema di Controllo Interno (SCI), di introduzione del Codice etico, di 
nomina dell’OdV e di svolgimento di attività di monitoraggio continuo necessari alla 
prevenzione dei rischi-reato ambientale. 
 
L’estensione del Decreto 231 ai reati ambientali, con l’introduzione dell’art. 
25-undecies con il D. Lgs. n. 121/11, ha ampliato le condizioni di vulnerabilità degli 
 enti di fronte alla contestazione di un reato tra quelli esplicitamente previsti dalla 
norma.  
Il contesto operativo delle imprese è da tempo caratterizzato dalla gestione degli aspetti 
ambientali e dei loro impatti mediante i Sistema di Gestione Ambientale (SGA) previsti 
dagli standard volontari ISO 14001 e dal Regolamento CE n. 1221/2009 (EMAS) che 
rappresentano da tempo norme a cui ispirarsi nella ricerca di un miglioramento continuo 
delle performance ambientali delle imprese a partire dalla conformità normativa. 
 
L’introduzione dei reati ambientali nel novero di quelli previsti, con il Decreto 121/11, 
ha condotto le imprese ad interrogarsi su come il MOG 231 possa trarre vantaggio 
dall’esistenza di un Sistemi di Gestione Ambientale già implementato. 
La questione riguarda la possibilità di convergenza e di integrazione dei due strumenti, 
MOG 231 e SGA, anche se il legislatore non ha indicato criteri specifici per l’adozione 
di modelli organizzativi per i reati ambientali o previsto una “presunzione di 
conformità” dei SGA certificati così come è invece accaduto con il D. Lgs. 81/2008, per 
i sistemi di gestione della salute e sicurezza. 
A tale scopo sono stati indagati gli elementi costitutivi i due strumenti e le differenti 
finalità per comprendere se nel loro rapporto siano configurabili sinergie da utilizzare e 
valorizzare in grado di creare le condizioni esimenti richieste dalla norma 231. Sono 
stati descritti i principali elementi dei sistemi di gestione ambientali evidenziando le 
affinità e riconoscendone i limiti rispetto alle finalità del Modello 231. 
 
In generale si è potuto riconoscere come i requisiti di base in possesso dei SGA, specie 
se certificati, richiamino quasi in pieno le prerogative del Modello 231 a parte alcuni 
“limiti” individuabili nella struttura SGA e dovuti alle differenti finalità perseguite dai 
due modelli. Una volta individuati gli elementi da integrare ed analizzate le possibili 
modalità operative si è ampiamente descritto il processo di completamento di un SGA 
in ottica 231, che può portare, con una ragionevole sicurezza, alla predisposizione di un 
adeguato Modello esimente per le imprese. 
 
Definito il processo di integrazione dei due strumenti, si è riportato un esempio di 
applicazione pratica dello stesso ad un settore produttivo di indagine: quello 
siderurgico, scelto per la sua rilevanza strategica nel sistema economico italiano e per i 
recenti fatti di cronaca giudiziaria che hanno coinvolto importanti gruppi industriali del 
 comparto. La presenza di rilevanti impatti ambientali rende tale settore fortemente 
interessato allo sviluppo della tematica, soprattutto per la portata delle sanzioni previste 
che possono incidere in maniera rilevante sugli elementi economico-patrimoniali 
dell’impresa, fino all’estrema situazione della interdizione dell’attività.  
Nell’applicazione di un MOG 231, al sito produttivo, è stato scelto di presentare una 
“impresa siderurgica ideale”, con caratteristiche “medie” del comparto. La scelta è stata 
dettata dalla necessità di riservatezza dei dati, considerata la natura degli stessi, anche se 
lo studio è stato effettuato attingendo ad informazioni di imprese reali operanti nel 
settore. 
L’esempio della predisposizione del MOG 231 in concreto ha riguardato il processo di 
adeguamento ai rischi ambientali di un modello organizzativo esistente, mediante 
l’estensione di un SGA funzionante passando attraverso un processo abbastanza 
complesso che ha riguardato più fasi: l’introduzione delle attività di risk management, 
l’elaborazione del Codice etico e l’integrazione con la Politica Ambientale, il 
ripensamento dell’OdV, l’adeguamento del sistema di deleghe, l’introduzione di un 
sistema sanzionatorio, l’adeguamento delle attività di monitoraggio continuo necessario 
alla prevenzione dei rischi-reato ambientali, insieme alle attività di formazione e 
coinvolgimento del personale. 
 
L’approfondimento relativo alle tipologie di reati ambientali specifiche del comparto 
siderurgico così come il supporto nella predisposizione degli strumenti operativi di 
integrazione tra il SGA e il MOG 231 è stato reso possibile grazie al rilevante 
contributo dell’ing. Emanuela De Blasi, Studio Satis di Pisa. 
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Il Decreto Legislativo 8 giugno 2001, n. 231, recante Disciplina della responsabilità 
amministrativa delle persone giuridiche, delle società e delle associazioni anche prive 
di responsabilità giuridica, a norma dell’art. 11 della L. 29 settembre 2000, n. 300  ha 
introdotto per la prima volta nel nostro ordinamento la responsabilità penale degli enti1. 
Il D.Lgs. n. 231/01 si innesta su un percorso di ratifica di alcune convenzioni 
internazionali a cui l’Italia nel tempo aveva aderito2: 
1. la Convenzione di Bruxelles del 26 luglio 1995, in materia di tutela degli 
interessi finanziari delle Comunità Europee; 
2. la Convenzione del 26 maggio 1997, relativa alla lotta alla corruzione, che vede 
coinvolti funzionari della Comunità Europea e degli Stati Membri; 
3. la Convenzione OCSE del 17 dicembre 1997, in materia di lotta alla corruzione 
dei pubblici ufficiali stranieri nelle operazioni economiche e internazionali3. 
La norma introduce un regime di responsabilità in sede penale a carico degli enti per 
alcuni reati commessi, a vantaggio o nell’interesse del suddetto, da persone fisiche che 
rivestono funzioni di rappresentanza, amministrazione o direzione degli enti stessi o da 
persone sottoposte alla direzione o alla vigilanza dei suddetti soggetti4. Tale 
responsabilità si aggiunge a quella della persona fisica che ha materialmente commesso 
il reato e rappresenta uno sforzo anche italiano nella direzioni di contrasto alla 
criminalità economica5.  
                                                 
1 Confindustria Assoconsult, Linee guida per l’elaborazione di modelli organizzativi ex d.Lgs. N. 231/01, giugno 
2012, p. 7, A. Foti, Guida operativa alla costruzione e gestione del Modello 231. Strumenti pratici per il 
professionista tecnico, EPC editore, 2014, Roma, p. 19 
2 Il Decreto è stato approvato dal Consiglio dei Ministri in data 2 maggio 2001, in attuazione della delega conferita 
dal Parlamento dall’art. 11 della legge n. 300 del 2000, recante la ratifica ed esecuzione dei seguenti Atti 
internazionali elaborati in base all’articolo K3 del Trattato sull’Unione europea: Convenzione sulla tutela finanziaria 
delle Comunità europee, (Bruxelles 26 luglio 1995), del suo primo Protocollo fatto a Dublino il 27 settembre 1996, 
del Protocollo concernente l’interpretazione in via pregiudiziale, da parte della Corte di Giustizia delle Comunità 
europee, di detta Convenzione, con annessa dichiarazione, fatto a Bruxelles il 29 novembre 1996, nonché della 
Convenzione relativa alla lotta contro la corruzione nella quale sono coinvolti funzionari delle Comunità europee o 
degli Stati membri dell’Unione europea, fatta a Bruxelles il 26 maggio 1997 e della convenzione OCSE sulla lotta 
alla corruzione di pubblici ufficiali stranieri nelle operazioni economiche internazionali, con annesso, fatta a Parigi il 
17 settembre 1997”, cui si aggiunge la delega al governo per la disciplina della responsabilità amministrativa delle 
persone giuridiche e degli enti privi di personalità giuridica. 
3 S. Corbella, I Modelli 231: la prospettiva aziendale. Una proposta interpretativa nel quadro della New Institutional 
Theory, Franco Angeli, Milano, 2013, pp. 18-19 
4 V. Ruggiero, Economie sporche, Bollati Boringhieri, Torino, 1996  
5 Confindustria Assoconsult, Linee guida per l’elaborazione di modelli organizzativi ex d.Lgs. N. 231/01, op. cit. 
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Il Consiglio d’Europa aveva da tempo segnalato l’esigenza di creare un apparato 
sanzionatorio idoneo a tutelare gli interessi, prevalentemente di natura economica, 
dell’Unione Europea, che avesse come destinatario anche le persone giuridiche6.  
Il Decreto 231/2001 rappresenta infatti un cambiamento profondo nella definizione e 
nell’attribuzione della responsabilità per gli illeciti commessi7. 
La finalità perseguita è quella di scoraggiare la commissione di reati nell’ambito della 
politica di impresa8 tanto che al concetto di coinvolgimento dell’ente, determinato dalla 
sua precisa ed estrinseca volontà dolosa, si affianca anche la condizione di colpa nella 
condotta, dovuta all’omissione di alcuni requisiti operativi. 
La responsabilità introdotta dal Decreto 231 viene definita amministrativa9 ma in effetti 
si tratta di una responsabilità assimilabile a quella penale10.  
Con l’introduzione di tale norma si è configurato un tertium genus11 di responsabilità 
rispetto ai sistemi tradizionali di responsabilità penale e di responsabilità 
amministrativa. Si tratta di un nuovo genere di responsabilità in cui convivono elementi 
che caratterizzano la responsabilità penale con aspetti peculiari della responsabilità 
amministrativa12.  
                                                 
6 ABI, Linee guida dell’Associazione Bancaria Italiana per l’adozione di modelli organizzativi sulla responsabilità 
amministrativa delle banche (d.lgs. n. 231/2001), dicembre 2002, p. 6 
7 Utilizza l’espressione “rivoluzione copernicana” A. Manna, La c.d. responsabilità amministrativa delle persone 
giuridiche: un primo sguardo d’insieme, in Riv. trim. dir. pen. econ., 2002, n. 3, p. 501. In tal senso si esprime G. De 
Simone, La responsabilità da reato degli enti nel sistema sanzionatorio italiano: alcuni aspetti problematici, in Riv. 
trim. dir. pen. econ., 2004, p. 657. Definisce “la svolta di portata epocale” e afferma che “il vetusto principio Societas 
delinquere non potest ha conosciuto la sua fine anche nel nostro ordinamento, dove l’edificio dogmatico sul quale 
poggiava ostentava una solidità apparentemente inattaccabile”, C. Piergallini, Societas delinquere et puniri non 
potest: la fine tardiva di un dogma, in Riv. trim. dir. pen. econ., 2002, p. 571 
8 G. Fiandaca, E. Musco, Diritto penale,  parte generale,  Zanichelli editore, 1990 
9 […] Chi rivolga uno sguardo preliminare e d'insieme al sistema di sanzioni previste a carico degli enti collettivi, 
come conseguenza della commissione di reati da parte di soggetti individuali inseriti a vario titolo nelle rispettive 
compagini organizzative, ricava l'impressione di una sensibile (se non discrasia, quanto meno) incoerenza con taluni 
profili generali relativi alla struttura e ai criteri d'imputazione dell'illecito c.d. "amministrativo", che di tali sanzioni 
costituisce il presupposto. G. De Vero, Il sistema sanzionatorio di responsabilità ex crimine degli enti collettivi, in La 
responsabilità amministrativa delle società e degli enti (www.rivista231.it), 2006, n. 2, pp. 173-191 
10[…] Il legislatore ha preferito qualificare come amministrativa, invece che penale la nuova forma di responsabilità 
non tanto per superare le resistenze della dottrina penalistica quanto, invece, per allentare le pressioni provenienti 
dal mondo imprenditoriale, preoccupato delle possibili ricadute economiche della riforma. […] O. Longo, Filo-
diritto, la legge e le risposte, in Fisco e società, Milano, Ipsoa, 2009 
11 Secondo Cass. pen., Sez. VI, n. 36083 del 17/09/2009, il D. Lgs. 231/2001 ha introdotto un tertium genus di 
responsabilità rispetto ai sistemi tradizionali di responsabilità penale e di responsabilità amministrativa, prevedendo 
un’autonoma responsabilità amministrativa dell’ente in caso di commissione, nel suo interesse o a suo vantaggio, di 
uno dei reati espressamente elencati nella Sezione III, da parte di un soggetto che riveste una posizione apicale, nel 
presupposto che il fatto-reato è fatto della società, per il quale essa deve rispondere (art.5 D.Lgs.231/2001) 
12T. Guerini, L’interesse o vantaggio come criterio di imputazione dei reati colposi di evento agli enti collettivi, 
Riflessione a margine del caso Thyssenkrupp, La Responsabilità Amministrativa delle Società e degli enti, n. 3 
luglio-settembre 2012, www.rivista231.it, pp. 83-100 
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La norma ha infatti consentito il superamento del concetto per cui la persona fisica sia 
l’unico destinatario del sistema punitivo nel nostro ordinamento senza però contraddire 
il principio Costituzionale societas delinquere non potest 13.  
Il suddetto principio individualistico, richiamato esplicitamente dall’art. 27 della 
Costituzione, stabilisce il carattere personale della responsabilità penale e della finalità 
rieducativa della pena, escludendo di fatto gli enti non essendo essi dotati di una volontà 
criminosa propria. 
La stessa Relazione Ministeriale accompagnatoria al Decreto 23114 parla di un tertium 
genus di responsabilità, il cui presupposto penale è rappresentato dalla commissione di 
reati espressamente elencati dalla norma, mentre la sanzione comminabile all’ente, 
seppur tipicamente punitiva, è priva della funzione rieducativa che è propria della 
pena15. La norma prevede che gli enti possano essere perseguiti, al verificarsi di 
determinate condizioni, per effetto di reati commessi da soggetti a loro riconducibili in 
forza di rapporti di immedesimazione organica16 e anche in presenza di legami più 
“tenui” tra l’ente e il soggetto che consuma il reato17.  
In base alle considerazioni fatte la “nuova” forma di responsabilità  è da considerarsi18: 
• diretta sull’ente, dunque non sussidiaria o alternativa rispetto a quella della 
persona fisica ma si che si affianca ad essa; 
• autonoma, ossia slegata dalla responsabilità della persona fisica autrice del 
reato.  
                                                 
13 Definisce la svolta di portata epocale C. Piergallini, Societas delinquere et puniri non potest, op. cit., p. 571 
14 […] si comprenderà, allora, come in questo settore appaia più che mai viva l'esigenza, già diffusamente avvertita 
(soprattutto dagli organi di giustizia europei), di omogeneizzare i sistemi di responsabilità amministrativa e di 
responsabilità penale all'insegna delle massime garanzie previste per quest'ultimo, spingendo verso la nascita di un 
sistema punitivo che - nel caso degli enti - rappresenta senza dubbio un tertium genus rispetto ad entrambi. D'altro 
canto, la tendenza più generale, forse irreversibile, spinge ormai verso la progressiva assimilazione dei due modelli, 
che tendono a confluire in una sorta di diritto sanzionatorio unitario, soprattutto in materia economica […] 
Relazione al D. Lgs. 8 giugno 2001, n. 231, p. 20 
15 E. Musco, Le imprese a scuola di responsabilità tra pene pecuniarie e misure interdittive, in Dir. e Giust. 2001, 23, 
A. Bertolotti, Il modello organizzativo ai sensi del d.lgs 231/2001. Spunti per l’implementazione e gestione 
Commissione “Compliance Aziendale” Consiglio Commercialisti Piacenza, 24 settembre 2013 
16 Per Cass. pen., Sez. VI, n. 27735 del 16/07/2010, in forza del rapporto di immedesimazione organica con il suo 
dirigente apicale, l’ente risponde per fatto proprio, senza coinvolgere il principio costituzionale del divieto di 
responsabilità penale per fatto altrui (art. 27 Cost.) 
17 S. Corbella, I Modelli 231: la prospettiva aziendale. Una proposta interpretativa nel quadro della New 
Institutional Theory, Milano, Franco Angeli, 2013, pp. 18-19 
18 Cass. Pen., sez. II, 20.12.2005, n. 3651: Il D.lgs 231/01, sanzionando la persona giuridica in via autonoma e 
diretta con le forme del processo penale si differenzia dalle preesistenti sanzioni irrogabili agli enti, così da sancire 
la morte del dogma “societas delinquere non potest”. E ciò perché, ad onta del nomen iuris, la nuova responsabilità, 
nominalmente amministrativa, dissimula la sua natura squisitamente penale; forse sottaciuta per non aprire delicati 
conflitti con i dogmi personalistici dell’imputazione criminale, di rango costituzionale (art. 27 Cost.) […] 
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Quest’ultima caratteristica è evidenziata all’art. 8 del Decreto 231 che prevede il sorgere 
della responsabilità in capo all’ente anche se l’autore del reato non sia stato identificato 
o non sia imputabile dimostrando così la piena autonomia della stessa19. 
Il concetto di autonomia permette di imputare la responsabilità anche laddove sia più 
difficoltoso o addirittura impossibile l’accertamento delle responsabilità individuali. Si 
pensi ad esempio alle nuove forme di organizzazione d’impresa, con riguardo a quelle 
di medio-grandi dimensioni che mostrano un livello maggiore di complessità e di scarsa 
trasparenza delle strutture organizzative tali da rendere difficoltoso l’identificazione dei 
soggetti che abbiano materialmente commesso l’illecito.  
All’ente viene dunque richiesta una precisa funzione di “garanzia” nell’esercizio 
d’impresa, volta ad adottare ogni misura idonea alla prevenzione degli illeciti. 
Ai fini dell’accertamento della responsabilità in capo all’ente, non è infatti rilevante la 
formale espressione della sua volontà quanto piuttosto il concreto estrinsecarsi delle 
politiche adottate in azioni di prevenzione adeguate alle attività svolte. 
Negli ultimi anni sono stati numerosi gli interventi del Legislatore che hanno esteso la 
responsabilità amministrativa degli enti ad una sempre maggiore gamma di reati come 
ad esempio in materia ambientale20. 
 
1.1 I destinatari della norma 
 
Il D.Lgs. n. 231/2001, all’art. 1 comma 2, recita che la norma si applica agli enti forniti 
di personalità giuridica e alle società e associazioni anche prive di personalità 
giuridica, mentre non si applica allo Stato, agli enti pubblici territoriali, agli altri enti 
pubblici non economici nonché agli enti che svolgono funzioni di rilievo costituzionale. 
La definizione di ente comprende le società e le aziende che svolgono la propria attività 
sul territorio italiano. La scelta del legislatore di utilizzare il termine “ente” piuttosto 
che “persona giuridica” va nella direzione di una applicazione più ampia della norma, 
comprendendo in questo modo anche quelli che sono privi21.  
                                                 
19 L’autonomia è facilmente desumibile dell’art. 8 D. Lgs. 231/01 secondo il quale “la responsabilità  dell’ente 
sussiste anche quando: a) l’autore del reato non è stato identificato o non è imputabile; b) il reato si estingue per una 
causa diversa dall’amnistia”. Nei tali casi si evidenzia in maniera esplicita “un fenomeno tipico della criminalità 
d’impresa: anzi, esso rientra proprio nel novero delle ipotesi in relazione alle quali più forte si avvertiva l’esigenza 
di sancire la responsabilità degli enti”, Relazione al D.Lgs. 8 giugno 2001, n. 231, op. cit., p. 20 
20 Confindustria Assoconsult, Linee guida per l’elaborazione di modelli organizzativi ex d.Lgs. N. 231/01, op. cit., p. 
7  
21 […] innanzitutto, l’inequivoca volontà della delega di estendere la responsabilità anche a soggetti sprovvisti di 
personalità giuridica ha suggerito l’uso del termine "ente" piuttosto che “persona giuridica” […], Relazione al d.lgs. 
8 giugno 2001, n. 231, op. cit. 
 5
Si evince una chiara volontà di includere anche i soggetti sprovvisti di personalità 
giuridica in quanto soggetti che possono più agevolmente sottrarsi a controlli e di 
conseguenza a maggior rischio di esercizio di attività illecite.  
I soggetti destinatari della norma sono: 
• le persone giuridiche private; 
• le società di persone, di capitali e le cooperative; 
• le fondazioni; 
• le associazioni con o senza personalità giuridica; 
• i comitati; 
• gli enti pubblici economici. 
La norma invece esclude esplicitamente dal campo di applicazione22: 
• lo Stato e agli altri enti pubblici territoriali (Comuni, Regioni, Provincie) 
L’esclusione viene giustificata dal ruolo riconosciuto da questi enti nella 
Costituzione; 
• gli enti pubblici non economici; 
• i partiti politici ed i sindacati. Nonostante la loro natura di associazioni private 
non riconosciute si è optato per la  totale esclusione da responsabilità rientrando 
nel novero degli enti che svolgono funzioni di rilievo costituzionale come 
previsto dagli articoli 39 e 49 della Costituzione. L’esclusione viene giustifica 
alla luce delle delicate conseguenze che produrrebbe l'impatto, su questi 
soggetti, delle sanzioni interdittive previste23. 
La norma 231 distingue la categoria degli enti pubblici in base alle finalità ed infatti 
include i soli enti pubblici economici, sulla base della convinzione che il legislatore 
delegante avesse di mira la repressione di comportamenti illeciti nello svolgimento di 
attività di natura squisitamente economica, e cioè assistite da fini di profitto24. 
La finalità di lucro diventa il presupposto per cui ricorre la repressione dei 
comportamenti illeciti, escludendo così tutti quegli enti che perseguono interessi 
pubblici senza finalità di lucro. 
Sono altresì sottoposte alle disposizioni del Decreto 231 le società estere che operano in 
Italia e gli enti con sede principale in Italia che compiono reati previsti dal D. Lgs. n. 
                                                 
22 La Legge Delega 300/2000 ha espressamente escluso lo Stato e gli altri enti che esercitano pubblici poteri. In tale 
esclusione rientrerebbero anche le singole Pubbliche amministrazioni in quanto indispensabili articolazioni del 
concetto di Stato.  
23 Relazione ministeriale al D.Lgs. 8 giugno 2001, n. 231, op. cit. 
24 Relazione ministeriale al Decreto, op. cit. 
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231/2001 all’estero qualora lo Stato estero in cui è stato commesso il fatto non stia già 
procedendo25. 
Con riferimento ai pronunciamenti giurisprudenziali, il D. Lgs. 231/2001, si applica 
anche: 
• agli agenti pubblici che svolgono attività economica ed alle società commerciali 
a capitale misto, pubblico e privato, che svolgono servizi pubblici (Cass. pen., 
Sez. II, n. 28699/2010), comprese “le società per azioni costituite per svolgere, 
secondo criteri di economicità, le funzioni in materia di raccolta e smaltimento 
rifiuti” (Cass. pen., Sez. II, n. 234/2011); 
• alla società capogruppo, per il reato commesso nell’ambito dell’attività di una 
controllata, purché nella consumazione concorra una persona fisica che agisca 
per conto della “holding”, perseguendo anche l’interesse di quest’ultima (Cass. 
pen., Sez. V, n. 24583/2011). 
Sempre con riferimento ai destinatari della norma è interessante l’intervento della 
Cassazione Penale, Sezione III, sentenza 15657 del 20 aprile 2011, che aveva stabilito 
un precedente includendo tra gli enti anche le imprese individuali26 mettendo in dubbio 
le precedenti interpretazioni giurisprudenziali.  
L’applicazione del Decreto alle imprese individuali trovava la sua logica nel fatto che, 
sia che si tratti di società di persone che di capitali, l’attività di impresa è sempre 
riconducibile ad una persona fisica e non ad una persona giuridica, per cui non può 
negarsi che l’impresa individuale ben può assimilarsi ad una persona giuridica nella 
quale viene a confondersi la persona dell’imprenditore quale soggetto fisico che 
esercita una determinata attività: il che porta ad una conclusione che, da un punto di 
vista prettamente tecnico, per impresa deve intendersi l’attività svolta dall’imprenditore 
persona fisica per la cui definizione deve farsi rinvio agli art. 2082 e 2083 del cod. 
civ.27. Ne conseguiva che l’esclusione delle imprese individuali dall’area dei destinatari 
della normativa avrebbe potuto porsi in conflitto con le norme Costituzionali oltre che 
sotto l’aspetto della disparità di trattamento tra coloro che ricorrono a forme semplici di 
                                                 
25 Iraldo F., Testa F., De Giacomo M. R., Modelli organizzativi “231” per le PMI: linee guida per 
l’implementazione, N. 13 - 8 luglio 2014, www.ambientesicurezzaweb.it  
http://www.ambientesicurezzaweb.it/wpcontent/uploads/sites/5/2014/09/Articolo_amb_AS_13.pdf 
26 Concetto divergente da quello di “ditta individuale” 
27 Cassazione penale , sez. III, sentenza 20.04.2011 n° 15657  
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impresa e coloro che, per svolgere l'attività, ricorrono a strutture ben più complesse ed 
articolate, anche in termini di irragionevolezza del sistema28. 
La più recente giurisprudenza di legittimità (Cass., VI sez. pen., 30085/2012), ha invece 
ribaltato quanto già definito, confermando che il Decreto 231 può applicarsi solo ai 
soggetti collettivi, in cui è chiara la possibilità di una distinzione soggettiva tra l’ente e 
l’autore del reato, mentre non può essere individuata a carico della ditta o dell’impresa 
individuale. Con la precedente inclusione le sanzioni applicate per la commissione del 
reato sarebbero risultate duplicate a carico della persona fisica poiché coincidente con la 
persona giuridica. Ciò dimostra come la giurisprudenza in merito all’applicabilità del 
Decreto 231 è a tutt’oggi in evoluzione e rende non semplice ed univoca l’applicazione 
di tale forma di responsabilità.  
 
 
1.2 I principi di imputazione della responsabilità 231 
 
I presupposti di applicazione del D. Lgs. n. 231/2001 sono riconducibili a tre condizioni 
che devono realizzarsi affinché sia riscontrabile la responsabilità per l’ente circa gli 
illeciti commessi29: 
1. il reato presupposto: che venga commessa una fattispecie di reato che rientri nel 
catalogo dei reati presupposto esplicitamente previsti dal Decreto; 
2. i soggetti coinvolti: che l’illecito sia commesso da un soggetto che occupi una 
posizione apicale o subordinata. Il reato, dunque, può essere commesso da 
chiunque all’interno dell’ente ma differenti saranno gli effetti; 
3.  il vantaggio e l’interesse: che l’ente abbia avuto un interesse o abbia tratto un 
vantaggio dalla commissione di quel reato. 
L’art. 2 del D. Lgs. 231/2001 definisce il principio di legalità per cui L’ente non può 
essere ritenuto responsabile per un fatto costituente reato se la sua responsabilità 
amministrativa in relazione a quel reato e le relative sanzioni non sono espressamente 
previste da una legge entrata in vigore prima della commissione del fatto. 
                                                 
28 Consiglio Nazionale dei Dottori commercialisti e degli esperti contabili, La responsabilità amministrativa delle 
società e degli enti ex d. lgs. 231/2001. Gli ambiti di intervento del commercialista, settembre 2012, p. 11 
29 G. Catellani, Responsabilità da reato delle aziende e ambiente, op. cit., p. 8 
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I reati che determinano la responsabilità ex D.Lgs. n. 231/2001 si definiscono 
pertanto“tipici” e per il principio di tassatività che regola il diritto penale devono essere 
individuati esplicitamente. della norma.  
In base a quanto disposto, per l’applicabilità della responsabilità è necessario che il 
reato sia successivo alla sua previsione legislativa così come le sanzioni previste, 
precisando il divieto di retroattività. In particolare, il principio di legalità subordina 
l’applicazione delle sanzioni alla commissione dell’illecito. E’ il momento consumativo 
del reato che rileva ai fini dell’applicazione delle sanzioni previste dal D.Lgs. n. 231 
del 2001. Non essendo invece rilevante il momento di realizzazione del profitto […] in 
quanto esso costituisce solo l’oggetto della sanzione-confisca, che ha il suo presupposto 
nell'esistenza, appunto, del reato accertato con sentenza30.  
 
 
1.2.1 I reati presupposto 
 
Le fattispecie di reato previsti dal Decreto 231 del 2001 hanno subito negli anni un 
progressivo ampliamento e aggiornamento dell’elenco inizialmente previsto, allo scopo 
di adeguare la disciplina ai vari e complessi contesti operativi degli enti. 
L’elenco dei reati è ampio e riguarda materie molto differenti che ad oggi possono 
essere riferiti ai31:  
1. Reati commessi nei rapporti con la Pubblica Amministrazione (art. 24 
D. Lgs. 231/01) che comprendono:  
? la malversazione a danno dello Stato o di altro ente pubblico (art. 316-bis 
c.p.); 
? l’indebita percezione di contributi, finanziamenti o altre erogazioni da 
parte dello Stato o di altro ente pubblico o della Comunità europea (art. 
316-ter c.p.); 
? la truffa in danno dello Stato o di altro ente pubblico o della Comunità 
europea (art. 640, comma 2, n.1, c.p.); 
? la truffa aggravata per il conseguimento di erogazioni pubbliche (art.640- 
bis c.p.); 
                                                 
30Cass. Pen., sez. VI, n. 14564 del 18.01.2011, www.codice231.com 
31 G. Catellani, Responsabilità da reato delle aziende e ambiente, op.  cit., pp.8-9 
 9
? la frode informatica in danno dello Stato o di altro ente pubblico 
(art.640-ter c.p.); 
2. Delitti informatici e trattamento illecito di dati (art. 24-bis, D. Lgs. 231/01);  
3. Delitti di criminalità organizzata (art. 24-ter, D. Lgs. n. 231/2001);  
4. Concussione e corruzione (art. 25, D. Lgs. 231/01); 
5. Reati di falsità in monete, in carte di pubblico credito, in valori di bollo e in 
strumenti o segni di riconoscimento (25-bis.1, D. Lgs. n. 231/2001); 
6. Reati societari (art. 25-ter, D. Lgs. 231/01); 
7. Delitti con finalità di terrorismo o di eversione dell’ordine democratico (art. 25-
quater, D.Lgs. 231/01); 
8. Pratiche di mutilazione degli organi genitali femminili (art. 25-quarter 1, 
D.Lgs. 231/01); 
9. Delitti contro la personalità individuale (art. 25-quinquies, D. Lgs. 231/01); 
10.  Abusi di mercato (art.25-sexies, D. Lgs 231/01): 
? abuso di informazione privilegiate; 
? manipolazione del mercato; 
11.  Reati transnazionali (art. 10 Legge 16.3.2006, n. 146); 
12. Reati di omicidio colposo o lesioni gravi o gravissime commesse con violazione 
delle norme sulla tutela della salute e sicurezza sul lavoro(art. 25-septies, 
D.Lgs. 231/01); 
13.  Ricettazione, riciclaggio e impiego di denaro, beni o utilità di provenienza 
illecita (art.25-octies, D. Lgs. 231/01); 
14.  Delitti in materia di violazione del diritto d’autore (art. 25-novies, D. Lgs. 
n.231/2001); 
15.  Induzione a non rendere dichiarazioni o a rendere dichiarazioni mendaci 
all’autorità giudiziaria (art. 25-decies, D. Lgs. 231/01); 
16.  Reati ambientali (art. 25-undecies, D. Lgs. n. 231/01); 
17.  Impiego di cittadini di paesi terzi il cui soggiorno è irregolare (art.25 duodecies, 
D. Lgs. n. 231/01). 
Nel 2012 l’elenco dei reati ai sensi del D. Lgs. n. 231/01 è stato ampliato a seguito 
dell’introduzione della nuova  legge anticorruzione che ha prodotto l’inserimento32: 
                                                 
32 Per un elenco esaustivo dei reati presupposto e approfondimenti si rimanda agli allegati Linee Guida per la 
costruzione di modelli di organizzazione, gestione e controllo, ai sensi del decreto legislativo 8 giugno 2001, n. 231, 
aggiornate al marzo 2014 - Case study, www.confindustria.it 
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? dell’induzione indebita a dare o promettere utilità (art. 25, comma 3, 
viene inserito il richiamo al nuovo art. 319-quater codice penale); 
? della corruzione tra privati (art. 25-ter, comma 1), viene aggiunta la 
lettera s-bis,che richiama il nuovo delitto di corruzione tra privati, nei 
casi di cui al nuovo terzo comma dell’art. 2635 codice civile). 
Infine il Decreto è stato modificato con la Legge del 30 ottobre 2013, n. 125 che 
riguarda la conversione in legge, con modificazioni, del Dl 101/2013, Nuova disciplina 
di operatività del Sistri - Imprese di interesse strategico nazionale. 
 
1.2.2  I soggetti coinvolti 
 
La norma specifica una condizione oggettiva di responsabilità per gli enti da cui 
discendono le conseguenze sanzionatorie, ovvero che a commettere l’illecito siano i 
soggetti indicati all’art. 5 del Decreto 231, al comma 1: 
L’ente è responsabile per i reati commessi nel suo interesse o a suo vantaggio: 
a) da persone che rivestono funzioni di rappresentanza, di amministrazione o di 
direzione dell’ente o di una sua unità organizzativa dotata di autonomia 
finanziaria e funzionale nonché da persone che esercitano, anche di fatto, la 
gestione e il controllo dello stesso; 
b) da persone sottoposte alla direzione o alla vigilanza di uno dei soggetti di cui 
alla lett. a). 
La norma individua chiaramente due categorie di soggetti dalla cui azione illecita può 
scaturire la responsabilità per l’ente ai sensi del Decreto 231. 
Per superare quanto previsto dall’art. 27 della Cost. si è fatto ricorso alla teoria 
organica. L’idea di fondo che un ente non possa commettere reati viene meno se si 
considera la possibilità che i soggetti che operano in e per esso possano dare attuazione 
a precise scelte di politica aziendale volte ad ottenere un vantaggio dall’illecito. 
Considerato ciò si può tranquillamente affermare che gli enti stessi siano capaci di 
commettere azioni penalmente illecite attraverso i soggetti inseriti in un rapporto di 
immedesimazione organica33. Nel caso di commissione di un reato, la responsabilità è 
di conseguenza direttamente imputabile all’ente in cui essi operano. 
                                                 
33 D. Di Fatta, La natura giuridica della responsabilità da reato delle persone giuridiche: disciplina amministrativa o 
penale?, Giureta, Rivista di Diritto dell’Economia, dei Trasporti e dell’Ambiente, Vol. XI 2013, p.307 e ss, O. Di 
Giovine, in AA. VV., a cura di G. Lattanzi , Reati e responsabilità degli enti, Milano, 2005, p. 49 
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Si tratta di soggetti che esprimono la volontà dell’impresa e che s’identificano con essa 
trovandosi in una posizione qualificata, al vertice o subordinata, definiti in base al 
concreto esercizio di una funzione e non in base all’attribuzione di una determinata 
qualifica34. Nel caso dei soggetti apicali si possono distinguere tre categorie sulla base 
della funzione esercitata: 
• funzione di rappresentanza (rappresentante legale); 
• di direzione (direttore generale); 
• di amministrazione dell’ente (amministratore unico o delegato).  
Nella seconda tipologia di soggetti rientrano tutti i lavoratori subordinati la cui attività 
lavorativa si estrinseca in una prestazione coordinata dai soggetti apicali.  
Nell’analisi non si può prescindere dal considerare i soggetti esterni all’ente, come i 
collaboratori, che operano per conto dello stesso. A tal fine sarà necessario verificare 
caso per caso il rapporto contrattuale che lega la persona fisica all’impresa 
discriminando tra la situazione di soggezione o meno alla “direzione e vigilanza” 
dell’ente. 
La previsione di una formale distinzione in due categorie di soggetti è alla base di una 
differente gestione della responsabilità. In effetti il coinvolgimento dell’ente e la 
responsabilità saranno considerati differentemente a seconda che il reato sia stato 
commesso da un soggetto apicale o da un soggetto subordinato35: 
? se il reato è commesso da un soggetto apicale si presume che l’illecito sia 
imputabile ad una politica dell’ente o, perlomeno, ad un deficit organizzativo, 
ragione per cui l’ente si riterrà responsabile ove non dimostri la sua estraneità al 
fatto illecito; 
? se il reato è commesso da un soggetto in posizione subordinata, la responsabilità 
dell’ente è riconducibile all’inadempimento (doloso o colposo) degli obblighi di 
direzione o di vigilanza da parte di soggetti in posizione apicale. 
La distinzione tra soggetti apicali e soggetti subordinati è rilevante ai fini della gestione 
dell’onere probatorio. Nel primo caso la responsabilità ricade automaticamente sull’ente 
a meno che lo stesso non riesca a dimostrare la sua estraneità provando di aver adottato 
e attuato, prima della commissione del fatto, un modello di organizzazione e di gestione 
                                                 
34.AA. VV., Responsabilità “penale” delle persone giuridiche. D. lgs. 8 giugno 2001, n. 231, A. Giarda, E. M. 
Mancuso, G. Spangher, G. Varraso, (a cura di), Milano, Ipsoa, 2007, p. 55 
35 Confindustria Assoconsult, Linee guida per l’elaborazione di modelli organizzativi ex  d. Lgs. N. 231/01, op. cit. 
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idoneo a prevenire i reati della specie di quello verificatosi e dimostrandone l’elusione 
fraudolenta da parte del soggetto apicale. 
Nel secondo caso, ossia se il reato è stato commesso da subordinati, l’onere della prova 
si sposta sul pubblico ministero poiché l’ente sarà responsabile solo se la commissione 
del reato (nel suo interesse o vantaggio) è stata resa possibile dall’inosservanza degli 
obblighi di direzione o vigilanza. Tale inosservanza è esclusa se l’impresa, prima della 
commissione del reato, ha adottato ed efficacemente attuato un modello di 
organizzazione, gestione e controllo36. 
 
I Soggetti Apicali37 
 
I soggetti individuati all’art. 5 comma 1 alla lett. a) sono i cosiddetti soggetti apicali 
dell’ente. Come la stessa Relazione al Decreto specifica, non si ha una elencazione 
tassativa degli stessi poiché si è preferita una definizione più flessibile, considerata 
l’eterogeneità degli enti circa le loro dimensioni e la natura giuridica adottata.  
Si può però offrire una definizione dei soggetti apicali intendendo: 
• tutti coloro che esercitano in via formale un effettivo potere decisionale sull’ente 
discendente dalla funzione di rappresentanza, di amministrazione o di direzione 
dell’ente o di una sua unità organizzativa dotata di autonomia finanziaria e 
funzionale38; 
• tutti coloro che esercitano anche “di fatto” tale potere, in maniera rilevante. Si 
devono considerare cumulativamente le funzioni di gestione e di controllo, 
includendo tra i vertici solo quei soggetti che esercitano “un penetrante dominio 
sull’ente”, come nel caso di socio dominante, cioè di socio non amministratore 
ma detentore di quasi totalità delle azioni che detti dall’esterno le linee della 
                                                 
36 P. Burla, E. Cieri, I. Maccari, La responsabilità da reato delle società, Milano, Il Sole24 Ore, 2009, p.6 
37La figura del soggetto Apicale […]viene definita dall’esercizio formale di funzioni di rappresentanza, 
amministrazione o direzione, mentre l’esercizio di fatto per essere rilevante deve avere riguardo cumulativamente 
alle funzioni di gestione e controllo, volendosi includere tra i vertici solo quei soggetti che esercitano un penetrante 
dominio dell’ente. In assenza di una definizione delle citate funzioni di amministrazione, rappresentanza e direzione, 
si possono utilizzare in via interpretativa le norme dettate in proposito in altre branche dell’ordinamento interno, 
così da ricostruire il concetto di amministrazione come legato al potere di gestione e controllo delle risorse materiali 
dell’ente, il concetto di direzione come legato al potere di gestione e controllo del personale dell’ente, il concetto di 
rappresentanza come legato alla formazione, manifestazione all’esterno e alla ricezione della volontà dell’ente in 
relazione agli atti negoziali, Tribunale Milano, Sez. XI, 26 giugno 2008 le norme del codice civile, Sez. VI bis 
«Dell’amministrazione e del controllo», artt. 2380 e ss. 
38 La necessità di riconoscere autonomi spazi di responsabilità, anche penali, a tali soggetti è emersa innanzitutto 
nella pratica giurisprudenziale, attraverso il meccanismo delle delega di funzioni; successivamente, il legislatore ha 
espressamente recepito tale realtà configurando a carico di questi soggetti autonomi profili di responsabilità: il 
riferimento è, ovviamente, alla legge in materia di sicurezza dei lavoratori n. 626 del 1994. ABI, Linee guida 
dell’Associazione Bancaria Italiana per l’adozione di modelli organizzativi, op. cit., p. 9 
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politica aziendale e il compimento di determinate operazioni39. Inoltre dovrà 
essere considerato tra i vertici il socio occulto che eserciti di fatto analogo 
dominio sull’ente40. 
La Relazione al Decreto specifica la necessità di un’interpretazione più flessibile ed 
ampia dei soggetti apicali al fine di spiegare fenomeni in progressiva espansione come 
ad esempio la presenza di direttori di stabilimento o di divisione che, nelle realtà 
aziendali medio-grandi, sono spesso dotati di una forte autonomia gestionale e sottratti 
al controllo delle sedi centrali41.  
 
I soggetti Subordinati42 
 
Al punto b) dell’art.5 del Decreto 231 vengono indicati i soggetti subordinati intesi 
come “soggetti sottoposti all’altrui direzione”, ovvero coloro che sono sottoposti alla 
direzione e alla vigilanza dei soggetti apicali.  
Dall’interpretazione letterale della norma non dovrebbe poter essere escluso nessun 
soggetto, anche se non formalmente inquadrabile in un rapporto di lavoro dipendente e 
indipendentemente dalle mansioni effettivamente svolte43. 
In tal senso si devono considerare non solo i lavoratori dipendenti ma anche soggetti 
non appartenenti al personale dell’ente, ma ai quali sia stato affidato un incarico da 
svolgere sotto la direzione e la vigilanza dei soggetti apicali, come gli agenti, i 
collaboratori ed i consulenti.  
Anche in questo caso la definizione ampia è giustificata dalla necessità di considerare 
“la crescente complessità delle realtà economiche disciplinate e la conseguente 
frammentazione delle relative fondamenta operative”44. 
                                                 
39 Relazione ministeriale al D. Lgs.231/2001 
40A. Giarda, E. M. Mancuso, G. Spangher, G. Varraso, AA. VV., Responsabilità “penale” delle persone giuridiche. 
D. lgs. 8 giugno 2001, n. 231, op. cit., p. 55 
41 Relazione ministeriale al D. Lgs. 231/2001, I criteri di imputazione sul piano oggettivo, op. cit., pag. 7 
42 […] gli elementi che differenziano il lavoro subordinato da quello autonomo sono l’assoggettamento del 
lavoratore al potere direttivo e disciplinare del datore di lavoro, con conseguente limitazione di autonomia, e 
l’inserimento nell’organizzazione aziendale; la qualificazione del rapporto compiuta dalle parti nella iniziale 
stipulazione del contratto non è determinante, stante la idoneità, nei rapporti di durata, del comportamento delle 
parti ad esprimere sia una diversa effettiva volontà contrattuale, sia una nuova diversa volontà. Invece, elementi 
quali l’assenza del rischio, l’osservanza di un orario di lavoro, la cadenza e la misura fissa della retribuzione 
assumono natura meramente sussidiaria e non decisiva. […] Cass. Civ., Sez. Lavoro, n. 9900/2003 
43 A. De Vivo, a cura di F. M. D’Andrea, L. Martino, I modelli organizzativi ex D. lgs. 231/2001: la responsabilità 
amministrativa delle imprese, Milano, Giuffrè, 2006, p. 14 
44 Relazione ministeriale al D. Lgs. n. 231/2001, I criteri di imputazione sul piano oggettivo cit., pag. 7 
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L’interpretazione estensiva è stata utilizzata anche dal Tribunale di Milano, con 
pronuncia del 27 aprile 2004, che ha accomunato un consulente esterno ad un direttore 
esecutivo e ad un direttore commerciale. 
In effetti mediante il sistema di delega esterna potrebbe configurarsi come un mezzo per 
attuare prassi elusive dei modelli organizzativi per cui si rende necessaria una vigilanza 
anche sulle attività dei collaboratori esterni. 
 
1.2.3 Interesse e vantaggio  
 
L’art. 5, comma 2, del D. Lgs. n. 231/2001 introduce i criteri di imputazione oggettiva 
di responsabilità dell’ente: l’ente è responsabile per i reati commessi nel suo interesse o 
vantaggio. 
Viene così fissato l’ulteriore requisito il cui accertamento è necessario affinché l’ente 
incorra nella responsabilità prevista dal Decreto ovvero l’individuazione dell’interesse o 
del vantaggio legati alla commissione del reato.  
L’imputazione della responsabilità è infatti condizionata dal fatto che il reato 
presupposto sia stato commesso a “vantaggio” o nell’“interesse” dell’ente da parte dei 
soggetti indicati dalla norma45. Anche solo l’intenzione dell’autore del reato di 
procurare un vantaggio all’ente è presupposto per coinvolgerne la responsabilità 
amministrativa46. 
Nel caso in cui tali soggetti agiscano nell’esclusivo interesse proprio o di terzi, 
prescindendo da quanto espressamente prescritto dalle politiche aziendali, l’ente non è 
da ritenersi responsabile, indipendentemente dal conseguimento di un vantaggio47.  
I concetti di vantaggio e di interesse assumono significati distinti rappresentando due 
criteri di imputazione alternativi. In effetti è sufficiente che si verifichi una sola di 
queste condizioni affinché si attivi la responsabilità  dell’ente48. 
La Corte di Cassazione49 ha precisato che: il requisito oggettivo che il reato sia 
commesso nell’interesse o nel vantaggio dell’ente che l’art. 5 D.Lgs. n. 231/2001 indica 
                                                 
45 All’art. 5, comma 2 del D. Lgs. n. 231/2001: ”L'ente non risponde se le persone indicate nel comma 1 hanno agito 
nell’interesse esclusivo proprio o di terzi”. 
46[…]La sussistenza dell’interesse non è esclusa nel caso in cui la sperata locupletazione non si realizzi 
effettivamente[…], Il concetto è richiamato ed approfondito nella sentenza sul caso Parlamat, Tribunale di Milano, 
Sez. I, Penale, 18 dicembre 2008 
47 A. De Vivo, a cura di F. M. D’Andrea, L. Martino, I modelli organizzativi ex D. Lgs. 231/2001 : la responsabilità 
amministrativa delle imprese,op. cit., pp. 15-16 
48 Assosim - Associazione Italiana Intermediari Mobiliari, Linee Guida ex. D. Lgs. 8 Giugno 2001, n. 231, vers. 2013 
49 Cassazione penale, Sez. II, 20 dicembre 2005, n. 3615 
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quale condizione essenziale per l’applicazione della sanzione, esprime due concetti 
giuridicamente diversi, potendosi distinguere un interesse “a monte” della società ad 
una locupletazione − prefigurata, pur se di fatto, eventualmente non più realizzata − 
rispetto ad un vantaggio obiettivamente conseguito all’esito del reato, perfino se non 
espressamente divisato “ex ante” dall’agente. 
L’applicazione alternativa dei due criteri può rendere possibile le situazioni in cui: 
? un soggetto commetta il reato nell’interesse dell’impresa senza che ne derivi in 
seguito alcun vantaggio; 
? un soggetto commetta il reato nel proprio esclusivo interesse e l’impresa 




L’interesse consiste nella scelta consapevole di adottare una condotta illecita che sia 
espressione della politica d’impresa e che abbia una rappresentazione esterna attraverso 
i soggetti apicali che ne rendono concreta l’esplicazione. 
Ha un’indole soggettiva, legata alla sfera volitiva della persona che agisce e deve perciò 
valutarsi ex ante rispetto alla commissione dell’illecito50.  
L’interesse va considerato anche se solo prefigurato e ciò viene confermato dall’art. 12, 
comma 1, lett. a) del Decreto 231, che attenua ma non esclude la sanzione qualora il 
reato sia stato commesso nell’interesse della persona fisica e l’ente non ne ha ricavato 
un vantaggio o ne ha ricavato un vantaggio minimo (v. Trib. Milano 20.12.2004)51. 
In considerazione di quanto detto, l’interesse è di più difficile valutazione nei reati di 
natura colposa. In questo caso non è possibile ravvisare una volontà delittuosa poiché 
non è ravvisabile l’intenzionalità, per cui il reato è solo il risultato di negligenza, 
imprudenza, imperizia o inosservanza di leggi. 
La forza innovatrice della norma riguarda un nuovo modo di considerare l’impresa.  
In particolare, essa assume il ruolo attivo di istigatore, di esecutore o di beneficiario 
dell’illecito che è materialmente commesso da una persona fisica52. 
 
                                                 
50 C. Santoriello, I requisiti dell’interesse e del vantaggio della società nell’ambito della responsabilità da reato 
dell’ente collettivo. Portale www.rivista231.it, La Responsabilità Amministrativa delle Società e degli enti, n. 3 
luglio-settembre 2008 
51 P. Burla, E. Cieri, I. Maccari, La responsabilità da reato delle società, Milano, Il Sole24 Ore, 2009, p.4 
52 F.Brignola, D.LGS. 231/2001. Recenti orientamenti in giurisprudenza, Presentazione incontro aggiornamento 




Il vantaggio va inteso come un beneficio patrimonialmente misurabile e da valutarsi ex 
post rispetto alla commissione del reato. Il suo accertamento risulta più semplice 
rispetto all’accertamento dell’interesse poiché è la concretizzazione di una serie di 
benefici per l’impresa53. 
Il vantaggio può prefigurarsi anche se il soggetto apicale non agisca allo scopo di 
avvantaggiare l’azienda ed il profitto che questa ne ricava rappresenta solo una 
derivazione della sua condotta illecita. 
Il concetto di vantaggio prefigura almeno la condizione di colpa dell’ente. In questo 
caso infatti l’illecito deve essere ad essa “rimproverabile” a causa di un deficit 
organizzativo imputabile, ad esempio, alla propria negligenza o imprudenza da cui può 
derivare risparmi di spesa. 
Sono ipotizzabili tre tipologie di carenze organizzative ex D. Lgs. n. 231/0154:  
1. Responsabilità di programmazione e pianificazione riguardante la strutturazione 
interna all’organizzazione e l’assegnazione dei ruoli ai differenti livelli; 
2. Responsabilità di gestione; 
3. Responsabilità di controllo e vigilanza riguardante la predisposizione di una 
struttura idonea a prevenire gli illeciti. 
La fissazione di regole di condotta e di modelli comportamentali volti ad impedire la 
commissione dei reati rappresentano il fulcro della norma 231. Solo l’adozione 
preventiva di un Modello di Gestione ed Organizzazione adeguatamente strutturato può 
tutelare l’impresa dall’imputazione della responsabilità purché si dimostri che sia 
efficacemente attuato55. 
 
1.3 Le sanzioni 
 
L’art. 9 del D. Lgs. n. 231/2001 elenca le sanzioni previste nel caso venga provata la 
responsabilità dell’ente, ovvero: 
a) le sanzioni pecuniarie; 
                                                 
53 Il vantaggio può anche essere non patrimoniale (G.I.P. Tribunale di Milano, ordinanza 20.09.2004 e Tribunale di 
Trani, sentenza 26.10.2009). Tuttavia, gran parte della giurisprudenza sostiene che il vantaggio sia soprattutto 
patrimoniale (es. Sentenza Cass. N. 26654 del 2 luglio 2008). 
54 M. Soccol, S. Zuanon, D. Zaniolo, S. Tarlon, E. Zuanon, I nuovi sistemi di gestione volontari e la loro integrazione 
con il modello organizzativo 231, Ars edizioni informatiche, Milano, 2014 
55 F. Brignola, D.LGS. 231/2001. Recenti orientamenti in giurisprudenza, op. cit. 
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b) le sanzioni interdittive; 
c) la confisca del profitto del reato; 
d) la pubblicazione della sentenza. 
Il Decreto 231 prevede un sistema sanzionatorio pecuniario basato sulla 
determinazione di quote da assegnare in base alla gravità del reato commesso. Per 
ciascun illecito, infatti, la legge determina in  astratto un numero minimo e massimo di 
quote.  
L’art. 10 del Decreto 231 prevedere che la sanzione pecuniaria venga applicata per 
quote in un numero non inferiore a cento né superiore a mille e che l’importo delle 
singole quote possa oscillare tra un minimo di circa 258 euro a un massimo di circa 
1549 euro56. La determinazione della sanzione è rimessa al giudice che, di volta in 
volta, dovrà fissare il numero di quote da assegnare in relazione alla gravità del fatto 
commesso, al grado di responsabilità dell’ente e alle attività svolte per riparare le 
conseguenze dell’illecito commesso e per prevenirne altri. L’importo delle singole 
quote assegnate verrà invece fissato in base alle condizioni economiche e patrimoniali 
dell’ente. 
La sanzione pecuniaria si applica sempre in caso di illecito ma sono previsti, all’art. 12 
del Decreto 231, dei casi di riduzione della stessa: 
 1. La sanzione pecuniaria è ridotta della metà e non può comunque essere superiore a 
euro 103.291 se: 
a) l’autore del reato ha commesso il fatto nel prevalente interesse proprio o di 
terzi e l'ente non ne ha ricavato vantaggio o ne ha ricavato un vantaggio 
minimo; 
b) il danno patrimoniale cagionato è di particolare tenuità. 
2. La sanzione è ridotta da un terzo alla metà se, prima della dichiarazione di apertura 
del dibattimento di primo grado: 
a) l’ente ha risarcito integralmente il danno e ha eliminato le conseguenze 
dannose o pericolose del reato ovvero si è comunque efficacemente adoperato in 
tal senso; 
b) è stato adottato e reso operativo un modello organizzativo idoneo a prevenire 
reati della specie di quello verificatosi. 
                                                 
56 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, ai sensi del 
decreto legislativo 8 giugno 2001, n. 231, aggiornate al marzo 2014, p.12 
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3. Nel caso in cui concorrono entrambe le condizioni previste dalle lettere del 
precedente comma, la sanzione è ridotta dalla metà ai due terzi. 
4. In ogni caso, la sanzione pecuniaria non può essere inferiore a euro 10.329. 
 
Accanto alle sanzioni pecuniarie sono applicabili le più pesanti sanzioni interdittive. La 
norma 231 prevede: 
? l’interdizione dall’esercizio dell’attività; 
? la sospensione o la revoca delle autorizzazioni, licenze o concessioni 
funzionali alla commissione dell’illecito; 
? il divieto di contrattare con la pubblica amministrazione, salvo che per 
ottenere le prestazioni di un pubblico servizio; 
? l’esclusione da agevolazioni, finanziamenti, contributi o sussidi e l’eventuale 
revoca di quelli già concessi; 
? il divieto di pubblicizzare beni o servizi. 
Tali misure, considerata la loro natura e rilevanza, devono essere riferite allo specifico 
settore di attività dell’ente in cui è stato realizzato l’illecito. Inoltre, esse devono essere 
modulate in ossequio ai principi di adeguatezza, proporzionalità e sussidiarietà (Cass., 
VI sez. pen., sent. n. 20560 del 2010). 
Le sanzioni interdittive non si applicano se, prima della dichiarazione di apertura del 
dibattimento di primo grado, l’ente ha riparato le conseguenze del reato, ai sensi 
dell’articolo 17 del Decreto 231, ossia se ha57: 
1. risarcito integralmente il danno ed eliminato le conseguenze dannose o 
pericolose del reato ovvero si sia adoperato in tal senso; 
2. adottato e attuato un modello organizzativo idoneo a prevenire reati della 
specie di quello verificatosi; 
3. messo a disposizione il profitto conseguito. 
Già in fase di indagini preliminari, il Pubblico Ministero può richiedere l’applicazione 
di una delle sanzioni interdittive su indicate, a titolo di misura cautelare, se: 
? sussistono gravi indizi di colpevolezza dell’ente; 
? risultano fondati e specifici elementi che facciano ritenere reale il pericolo di 
reiterazione del reato. 
                                                 
57 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit., p.15 
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Va in ogni caso precisato che le sanzioni interdittive, valendo il principio di legalità, 
possono essere applicate solo per i reati per i quali siano espressamente previste e 
quando ricorre almeno una delle seguenti condizioni: 
? l’ente abbia ottenuto dal reato un profitto di rilevante entità ed il reato sia 
stato posto in essere da un soggetto apicale o da soggetti sottoposti all’altrui 
direzione; 
? in caso di reiterazione degli illeciti. 
Per le sanzioni interdittive è stato fissato un limite temporale minimo di tre mesi ed uno 
massimo di due anni. 
 
La pubblicazione della sentenza di condanna è comminabile ogni qualvolta ricorrono 
gli estremi per l’applicazione della sanzione interdittiva. 
 
La confisca, del prezzo o del profitto del reato, è sempre disposta con la sentenza di 
condanna, in quanto consegue automaticamente all’accertamento della responsabilità 
dell’ente, salvo che per la parte che può essere restituita al danneggiato.  
La ratio di questo tipo di sanzione è quella di ristabilire un equilibrio all’interno del 
patrimonio dell’impresa andando ad intaccare proprio il vantaggio economico 
conseguito con il comportamento illecito. 
Quando non è possibile eseguire la confisca dei beni costituenti direttamente prezzo o 
profitto del reato, la stessa può avere ad oggetto somme di denaro, beni, o altre utilità di 
valore equivalente al prezzo o al profitto del reato. 
In via cautelare può essere disposto il sequestro preventivo, previa valutazione della 
concreta fondatezza dell’accusa e quando si ravvisino gravi indizi di responsabilità 
dell’ente (Cass., VI sez. pen., sent. n. 34505 del 2012). 
La confisca del “corpo del reato” e la pubblicazione della sentenza sono sanzioni volte a 
privare immediatamente l’ente del beneficio economico conseguito con la commissione 
del reato. Allo stesso tempo queste sanzioni hanno un riflesso immediato e diretto sulla 
percezione di tutti gli stakeholders dell’ente con un conseguente danno di immagine58. 
 
                                                 
58 Confindustria Assoconsult, Linee guida per l’elaborazione di modelli organizzativi ex d.Lgs. N. 231/01, op. cit., 
p.8 
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1.4 L’introduzione dei reati ambientali: art. 25-undecies 
 
L’entrata in vigore, in Italia, del D. Lgs. 121/2011 ha concluso l’iter di recepimento 
delle Direttive Comunitarie a cui il Governo era stato delegato con Legge n. 96/2010 
recante Disposizioni per l’adempimento di obblighi derivanti dall’appartenenza 
dell’Italia alle Comunità europee59.  
Il D. Lgs. 121/2011 dà attuazione alla Direttiva 2008/99/CE, sulla Tutela penale 
dell’ambiente, e alla della Direttiva 2009/123/CE, che modifica la Direttiva 2005/35/CE 
relativa all’inquinamento provocato dalle navi.  
Dall’entrata in vigore del D. Lgs. n. 231/2001 sono dunque trascorsi dieci anni prima 
che venissero introdotti anche i reati ambientali ai fini della responsabilità 
amministrativa degli enti, così come richiesto dal legislatore europeo.  
Il Decreto ha così finalmente esteso l’ambito di applicazione del D. Lgs. n. 231/2001 
anche alle ipotesi di reati ambientali mediante l’inserimento dell’art. 25-undecies. 
L’assenza di previsione dei reati ambientali, tra quelli presupposto, non trovava infatti 
alcuna giustificazione se non in un colposo ritardo del legislatore italiano soprattutto in 
relazione a come più volte la Comunità Europea si era espressa. 
A livello comunitario, la Direttiva 2008/99/CE sulla Tutela penale dell’ambiente, 
rappresenta la concretizzazione di un rafforzamento delle politiche europee finalizzata a 
favorire un più efficace contrasto alla criminalità ambientale mediante il sanzionamento 
delle condotte di maggiore gravità. In realtà, la scelta della Direttiva come strumento 
normativo, ha lasciato agli Stati membri un ampio margine di discrezionalità nella 
modalità di attuazione della norma, nell’istituzione di nuove figure di reato e nella 
previsione di specifiche sanzioni da applicare60. 
La norma comunitaria rappresenta però uno sforzo di armonizzazione normativo che 
assicuri uno standard minimo di tutela, comune a tutti gli stati membri, mediante 
l’individuazione delle attività che costituiscono reati ambientali, la determinazione di un 
                                                 
59 In data 1 agosto 2011 è stato pubblicato sulla Gazzetta Ufficiale, serie generale, n. 177/2011 il D. Lgs. 7 luglio 
2011, n. 121, recante Attuazione della direttiva 2008/99/CE sulla tutela penale dell’ambiente, nonché della direttiva 
2009/123/CE che modifica la direttiva 2005/35/CE relativa all’inquinamento provocato dalle navi e all'introduzione 
di sanzioni per violazioni. L’entrata in vigore segna la data del 16 agosto 2011 
60 Si lascia agli Stati membri la facoltà di mantenere in vigore o adottare misure più stringenti finalizzate ad 
un'efficace tutela penale dell'ambiente 
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sistema di responsabilità penale per le persone fisiche e giuridiche, limitando 
l’intervento ai soli reati di maggiore gravità61. 
La necessità di un intervento comunitario è motivato dalla natura stessa di questo tipo di 
reati. Si tratta di illeciti che producono i loro effetti superando i confini nazionali e per i 
quali gli autori dei reati potrebbero trarre vantaggio dalla presenza di asimmetrie 
normative esistenti tra i vari Stati comunitari.  
Alla luce del recepimento della normativa comunitaria, la questione che si pone è la 
scelta del rilievo che il legislatore italiano ha inteso dare agli illeciti ambientali e le 
modalità scelte nel recepimento della normativa comunitaria. 
In realtà, da più parti, sono state sollevate critiche circa le scelte fatte che sono risultate 
talmente distanti dalle intenzioni del legislatore europeo tali da inficiarne l’efficacia62.  
La Direttiva 2008/99/CE e la Direttiva 2009/123/CE avevano chiaramente subordinato 
l’applicazione della sanzione penale alla commissione dei reati da cui derivi un danno o 
un pericolo per l’ambiente e per la salute dell’uomo.  
Rispetto alla normativa comunitaria, in cui si prevede un modello di reati “di evento”63, 
il D. Lgs. 121/2011 ha determinato un modello di reati di “pericolo presunto”. La 
differenza è rilevante sul piano delle conseguenze dal momento che, nel nostro 
ordinamento, si è optato per un sistema che punisce la condotta in quanto astrattamente 
pericolosa al di là della valutazione concreta degli effetti.  
Altro aspetto discordante riguarda il fatto che la Direttiva 2008/99/CE parli chiaramente 
di reati posti in essere con dolo o grave negligenza mentre la maggior parte dei reati 
contemplati dal D. Lgs. 121/11 hanno natura contravvenzionale, quindi imputabili 
indifferentemente a titolo di dolo e di colpa, non necessariamente grave64.  
In particolare, il legislatore ha deciso di attribuire rilevanza solo ad alcuni reati 
ambientali contemplati nel Testo Unico Ambientale, escludendone altri ma non appare 
chiaro il criterio seguito nella decisione65. Viene di fatto meno l’incriminazione per 
                                                 
61L. Pistorelli, A. Scarcella, Corte di Cassazione, Rel. III/06/2010 Roma, 7 luglio 2010, Novità legislative: Legge 4 
giugno 2010, n. 96 (Legge comunitaria 2009), www.cortedicassazione.it/cassazione  
62 Si veda ad esempio A. Manna, La “nuova” legislazione penale in tema di tutela dell’ambiente tra illegittimità 
comunitaria ed illegittimità costituzionale, Archivio penale 2011, n. 3, lo stesso Madeo che afferma: La conclusione 
che traiamo, con un pò di ironia, è che il D. Lgs n. 121 del 2011 appare in contraddizione più che in attuazione della 
Direttiva 2008/99/CE, in questo senso si è anche espresso Heine L’Italia, ad esempio, è ancora lontana anni luce da 
un’armonizzazione con gli standard europei, G. Heine, Recenti sviluppi e principali questioni del diritto penale 
dell’ambiente in Europa”, in Riv. trim. dir. pen. econ., 2011, p. 105 ss. 
63 Fa eccezione della “spedizione illecita di rifiuti” (art. 3 lett. C) Direttiva 2008/99. 
64 A. Madeo, Un recepimento solo parziale della Direttiva 2008/99/CE sulla tutela penale dell’ambiente, in Riv. pen. 
e proc., 2011, 1064 
65 Assonime, Reati ambientali e responsabilità amministrativa degli enti,  Circolare N. 15, 28 Maggio 2012, pp. 4-10, 
www.assonime.it 
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“grave negligenza” optando per la punibilità dei reati previsti indipendentemente dal 
grado di colpa con cui sono commessi considerando anche i casi di semplice 
imprudenza o imperizia66.  
Vengono infatti colpite alcune violazioni meramente formali come lo scarico di acque 
reflue industriali senza o in violazione di autorizzazione oppure il superamento dei 
limiti tabellari fissati dal legislatore (art. 137 D. Lgs. n. 152/2006); la gestione non 
autorizzata di rifiuti (art. 256, comma 1, lett. a), comma 3, primo periodo, comma 5 D. 
Lgs. n. 152/2006); la violazione degli obblighi di comunicazione relativi al trasporto di 
rifiuti (art. 258 D. Lgs. n. 152/2006); il traffico illecito di rifiuti (art. 259 D. Lgs. n. 
152/2006) o il superamento dei valori limite di emissione in atmosfera di sostanze 
inquinanti (art. 279 D. Lgs. n.152/2006)67.  
Inoltre, paradossalmente, alcuni reati ambientali rilevanti non si configurano quali reati 
presupposto ai sensi del Decreto 231 anche se già presenti nel nostro ordinamento come 
il disastro ambientale. La scelta, di dubbia validità, è stata quella di non ricomprendere 
una serie di reati presupposto di oggettiva rilevanza quali68: 
• il reato di abbandono di rifiuti sanzionato dall’art. 256, comma 2 D. lgs. 
152/2006; 
• le violazioni in materia di inquinamento atmosferico, essendo contemplato il 
solo reato previsto dall’art. 279, comma 5 D. lgs. 152/2006, concernente il 
superamento dei valori limite di emissione determinante anche il superamento 
dei valori limite di qualità dell’aria; 
• la disciplina in materia di autorizzazione integrata ambientale (AIA); 
•  alcuni reati contemplati dal codice penale, quali l’avvelenamento di acque (439 
e ss c.p. ) o il disastro innominato ambientale (art 434 c.p.)69. 
Si evince una precisa scelta da un lato di escludere alcune fattispecie di reato70 e 
dall’altro di attribuire rilievo, al fine dell’attribuzione della responsabilità, a condotte 
                                                 
66 Confindustria, Case study, op. cit.  
67 Confindustria, Linee Guida per la costruzione di modelli di organizzazione, gestione e controllo, ai sensi del 
decreto legislativo 8 giugno 2001, n. 231, aggiornate al marzo 2014, Case study, www.confindustria.it 
68 G. Monferini, Il reato ambientale e la responsabilità dell’ente, Rivista Ecoscienza Numero 6, Anno 2012, p. 41 
69 […] Tuttavia, l’esclusione operata dal d.lgs. 121/2011 che solleva i maggiori dubbi riguarda le fattispecie di 
causazione di un disastro ambientale riconducibili agli artt. 434 e 449 c.p., e quelle di avvelenamento di acque 
destinate all’alimentazione di cui agli artt. 439 e 452 c.p., eventi di sicuro più gravi delle violazioni formali di cui 
all’art. 256 TUA e, comunque, correlati all’inquinamento delle acque, dell’aria e del suolo. […] M. De Paolis, I reati 
ambientali e la responsabilità amministrativa degli enti: un’occasione perduta?, 2014, www.leggioggi.it 
70 Come già indicato non sono contemplate l’abbandono e il deposito incontrollato di rifiuti (articolo 256, comma 2, 
del d.lgs. 152/2006), le violazioni inerenti ai criteri di accettabilità dei rifiuti in discarica (articolo 16 del d.lgs. 
36/2003), alla condizione di impianti di incenerimento di rifiuti (articolo 19 del d.lgs. 133/2005) 
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solo formali, escludendo fattispecie di reato molto rilevanti in termini di danno 
ambientale e danno alla salute umana come richiesto dalla Direttiva comunitaria71. 
Si dimostra così una profonda differenza tra le intenzioni della Ue e come queste 
abbiano trovato applicazione nel nostro ordinamento.  
Ultimo elemento di disallineamento riguarda il regime sanzionatorio previsto poiché il 
diritto penale dell’ambiente non ha previsto un sistema di sanzioni proporzionate, 
efficaci e dissuasive né per le persone fisiche autori del reato né per le persone 
giuridiche come invece  indicate dalla Direttiva 2008/99/CE72. 
L’art 25-undecies, comma 2, a parte le nuove fattispecie di reato introdotte di cui agli 
artt. 727 bis e 733 bis c.p., non indica esplicitamente i reati ambientali ma rinvia ad essi 
in altre norme specifiche preesistenti. 
La maggior parte delle norme che prevedono reati ambientali sono costruite con una 
tecnica di rinvio ad atti amministrativi, che di fatto ha il limite di rendere più difficile 
l’individuazione del divieto penale facendo venir meno il principio di tassatività e 
tipicità richiesto per l’imputazione della responsabilità nelle norme penali73.  
Secondo quanto si legge nella Circolare Assonime si rileva una certa gravosità 
dell’apparato sanzionatorio, prevedendo sanzioni interdittive anche nei casi di reati 
contravvenzionali che appaiono sproporzionate soprattutto laddove possano essere 
comminate anche in via cautelare. 
In sintesi, l’emanazione del D. Lgs. 121/2011, ha condotto alle seguenti modifiche74: 
1. l’introduzione nel codice penale di due nuove fattispecie di reato: 
                                                 
71 Il Decreto Legge n. 136/2013 ha introdotto nel Codice dell’ambiente il nuovo delitto di combustione illecita di 
rifiuti (art. 256-bis), che sanziona la persona fisica titolare dell’impresa o il responsabile dell’attività comunque 
organizzata, anche per l’omessa vigilanza sull’operato degli autori del delitto riconducibili all’impresa. In tal caso, 
ai titolari d’impresa o responsabili dell’attività sono applicabili le sanzioni interdittive di cui all’art. 9, co. 2 del 
decreto 231, mentre non è prevista la responsabilità dell’ente. Confindustria, Linee Guida per la costruzione di 
modelli di organizzazione, gestione e controllo, op. cit. 
72 Il Decreto Legge n. 136/2013 ha introdotto nel Codice dell’ambiente il nuovo delitto di combustione illecita di 
rifiuti (art. 256-bis), che sanziona la persona fisica titolare dell’impresa o il responsabile dell’attività comunque 
organizzata, anche per l’omessa vigilanza sull’operato degli autori del delitto riconducibili all’impresa. In tal caso, ai 
titolari d’impresa o responsabili dell’attività sono applicabili le sanzioni interdittive di cui all’art. 9, co. 2 del decreto 
231, mentre non è prevista la responsabilità dell’ente 
73 Assonime, Reati ambientali e responsabilità amministrativa degli enti, op. cit.  
74 Reati previsti dal D.lgs. 152/2006, riguardanti: 
• Alcuni reati previsti dalla normativa sugli scarichi di acque reflue (art. 137, c. 2, 3, 5/1-2, 11 e 13 D.lgs. 
152/2006) 
• Diversi reati previsti dalla disciplina generale sui rifiuti (artt. 256, c. 1/a-b, 3, 4, 5, 6 257, c. 1, 2, 258, c. 4/2, 
259/1, 260, 260-bis, c. 6, 7/2-3, 8/1-2 D.lgs. 152/2006) 
• Un reato previsto dalla normativa sulle emissioni in atmosfera (art. 279, c. 5 D.lgs. 152/2006) 
L. 150/1992 reati riguardanti il commercio di specie animali e vegetali protette e di mammiferi e rettili pericolosi; L. 
549/1993 recante misure a tutela dell’ozono stratosferico e dell’ambiente ed il D.lgs. 202/2007 sull’inquinamento 
provocato dalle navi 
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• l’Uccisione, distruzione, cattura, prelievo, detenzione di esemplari di specie 
animali o vegetali selvatiche protette (art. 727-bis c.p.); 
• la Distruzione o deterioramento di habitat all'interno di un sito protetto (art. 
733-bis c.p.); 
2. le modifiche all’art. 260-bis D.lgs. 152/2006 (sanzioni SISTRI); 
3. l’applicazione della responsabilità amministrativa ad alcuni reati ambientali già 
disciplinati dalle normative (introduzione dell’art. 25-undecies D.Lgs. 
231/2001): 
• dal D. Lgs. n. 202/2007 di attuazione della Direttiva 2005/35/CE relativa 
all'inquinamento provocato dalle navi e conseguenti sanzioni; 
• dal D. Lgs. n. 152/2006 (Testo Unico in materia di Ambiente); 
• dalla Legge 28 dicembre 1993, n. 549 recante Misure a tutela dell’ozono 
stratosferico e dell’ambiente; 
• dalla Legge 7 febbraio 1992, n. 150 recante Disciplina dei reati relativi 
all’applicazione in Italia della convenzione sul commercio internazionale 
delle specie animali e vegetali in via di estinzione, firmata a Washington il 3 
marzo 1973, di cui alla legge 19 dicembre 1975, n. 874, e del Regolamento 
CEE n. 3626/82, e successive modificazioni, nonché norme per la 
commercializzazione e la detenzione di esemplari vivi di mammiferi e rettili 
che possono costituire pericolo per la salute e l’incolumità pubblica. 
 
1.4.1 Elenco dei reati ambientali  
 
Il D. Lgs. n. 121/11, come già detto, ha rinviato quasi in pieno al D. Lgs. 152/2006 
(Testo Unico Ambientale) per l’identificazione dei reati presupposto75.  
Rispetto alle ipotesi di reato individuate nello Schema di Decreto legislativo presentato, 
la versione finale del Decreto121 ha visto una sostanziale riduzione di queste, allo scopo 
di circoscrivere l’attenzione sugli illeciti caratterizzati da un profilo di maggiore gravità 
e concreta offensività. Nonostante ciò si ritiene molto ampio lo spettro degli illeciti 
penalmente rilevante per gli enti76. In relazione al TUA si distinguono quattro principali 
                                                 
75 Oltre all’inserimento degli artt. 727 bis e 733 bis c.p, sono stati recepiti i reati in tema di commercio internazionale 
di specie animali e vegetali protette (Legge 150/1992); quelli relativi alla produzione e impiego di sostanze lesive 
dell’ozono (Legge 549/1993) e l’inquinamento cagionato da navi (D. Lgs 202/1997) 
76 Confindustria, Linee Guida per la costruzione di modelli di organizzazione, gestione e controllo,op. cit. 
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ambiti di commissione dei reati ambientali77: 
1.  Inquinamento acque:  
? Apertura o effettuazione di un nuovo scarico di acque reflue industriali, 
senza autorizzazione;  
? Mantenimento dello scarico di acque reflue industriali dopo la sospensione o 
la revoca dell’autorizzazione, se lo scarico contiene le sostanze pericolose di 
cui alle tabelle 5 e 3/A, allegato 5 parte III, D. Lgs. 152/2006 (articolo 137, 
comma 2); 
? Scarico di acque reflue industriali contenenti le sostanze pericolose di cui 
alle tabelle 5 e 3/A, allegato 5 parte III, D. Lgs. 152/2006 senza osservare le 
prescrizioni dell'autorizzazione, o quelle dell'autorità competente ex articoli 
107, comma 1, e 108 (articolo 137, comma 3); 
? Superamento, in relazione alle sostanze di cui alla tabella 5, allegato 5, parte 
III D. Lgs. 152/2006, nell'effettuazione di uno scarico di acque reflue 
industriali, dei valori limite fissati nella tabella 3 o, per lo scarico sul suolo, 
nella tabella 4, allegato 5 parte III, D. Lgs. 152/2006, oppure dei limiti più 
restrittivi fissati dalle Regioni o dalle Province autonome o dall'Autorità 
competente a norma dell'articolo 107, comma 1 (articolo 137, comma 5, 
primo periodo); 
? Superamento, nei casi che precedono, anche dei valori limite fissati per le 
sostanze contenute nella tabella 3/A del medesimo allegato 5 (articolo 137, 
comma 5, secondo periodo); 
? Violazione dei divieti di scarico sul suolo, in acque sotterranee e nel 
sottosuolo (articolo 137, comma 11); 
? Scarico in mare da parte di navi ed aeromobili di sostanze di cui è vietato lo 
sversamento (articolo 137, comma 13). 
 
2. Rifiuti: 
? Raccolta, trasporto, recupero, smaltimento, commercio ed intermediazione di 
rifiuti senza autorizzazione, iscrizione o comunicazione [articolo 256, 
comma 1, lettere a) e b)];  
                                                 
77 P. Ficco, 231 e Ambiente: un approfondimento, Area 231, www.reteambiente.it, si veda anche G. Casartelli, La 
responsabilità degli enti  per i reati ambientali, Diritto Penale Contemporaneo, 23 marzo 2012, 
www.penalecontemporaneo.it 
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? Realizzazione o gestione di una discarica non autorizzata (articolo 256, 
comma 3, primo periodo); 
? Realizzazione o gestione di una discarica non autorizzata destinata, anche in 
parte, allo smaltimento di rifiuti pericolosi (articolo 256, comma 3, secondo 
periodo); 
? Inosservanza delle prescrizioni dell’autorizzazione alla gestione di una 
discarica o alle altre attività concernenti i rifiuti (articolo 256, comma 4); 
? Miscelazione non consentita di rifiuti (articolo 256, comma 5); 
? Deposito temporaneo presso il luogo di produzione di rifiuti sanitari 
pericolosi in violazione dell’articolo 227, comma 1, lettera b) (articolo 256, 
comma 6, primo periodo); 
? Predisposizione di un certificato di analisi recante false indicazioni sulla 
natura, sulla composizione e sulle caratteristiche chimico-fisiche dei rifiuti 
ed uso di un certificato falso durante il trasporto (articolo 258, comma 4); 
? Traffico illecito di rifiuti (articolo 259, comma 1); 
? Attività organizzate per il traffico illecito di rifiuti (articolo 260); 
? Predisposizione di un certificato di analisi di rifiuti, utilizzato in ambito 
Sistri recante false indicazioni sulla natura, sulla composizione e sulle 
caratteristiche chimico-fisiche dei rifiuti. Inserimento nel Sistri di un 
certificato falso (articolo 260-bis, comma 6); 
? Trasporto di rifiuti pericolosi senza la copia cartacea della scheda Sistri -
Area Movimentazione e, ove previsto, senza la copia del certificato analitico 
(articolo 260-bis, comma 7, secondo periodo); 
? Uso, durante il trasporto soggetto a Sistri, di un certificato di analisi di rifiuti 
contenente false indicazioni sulla natura, sulla composizione e sulle 
caratteristiche chimico-fisiche dei rifiuti trasportati (articolo 260-bis, comma 
7, terzo periodo); 
? Trasporto di rifiuti con una copia cartacea della scheda Sistri-Area 
Movimentazione fraudolentemente alterata. (articolo 260-bis, comma 8, 
primo periodo); 
? Trasporto di rifiuti pericolosi con una copia cartacea della scheda Sistri -
Area Movimentazione, fraudolentemente alterata (articolo 260-bis, comma 




? Inquinamento di suolo, sottosuolo, acque superficiali e sotterranee ed 
omissione della relativa comunicazione agli enti competenti; omessa 
bonifica in conformità al progetto approvato dall’autorità competente 
nell'ambito del procedimento di cui agli articoli 242 e seguenti (articolo 257, 
comma 1); 
 
4. Inquinamento atmosferico:  
? Superamento dei valori limite di emissione e dei valori limite di qualità 
dell’aria previsti dalla normativa di settore (art. 279 comma 5).  
? Esercizio di uno stabilimento in violazione dei valori limite di emissione o 
delle prescrizioni previste dall'autorizzazione, dagli allegati I, II, III o V alla 
parte V, D. Lgs. 152/2006, dai piani e dai programmi o dalla normativa di 
cui all’articolo 271 o delle prescrizioni dell'autorità competente, quando il 
superamento dei valori limite di emissione determina anche il superamento 
dei valori limite di qualità dell'aria vigenti. 
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Di seguito si riporta una figura riassuntiva dei reati previsti così come elaborato da 
Confindustria: 
 
Figura 1: Reati Ambientali: art. 25-undecies D. Lgs. 231/2001 
 
Fonte: Confindustria, Linee Guida per la costruzione di modelli di organizzazione, gestione e controllo, 
ai sensi del decreto legislativo 8 giugno 2001, n. 231,op. cit. 
 
 
1.4.2 Sanzioni previste per i reati ambientali 
 
L’25-undecies del D. Lgs. n. 231/2001 prevede espressamente l’applicazioni di sanzioni 
pecuniarie ed interdittive. 
Il pagamento della sanzione pecuniaria spetta all’ente che risponde con il proprio 
patrimonio o con il fondo comune. (art.27 “Responsabilità patrimoniale dell’ente” 
D. Lgs. n. 231/2001) 
Come detto in precedenza, le sanzioni pecuniarie sono quantificate con il sistema delle 
quote, previsto dall’articolo 10 del suddetto Decreto e possono variare da un minimo di 
100 ad un massimo di 1000. Ogni singola quota può assumere un valore variabile tra un 
minimo di euro 258 ad un massimo di euro 1549. 
Al fine di assicurare l’efficacia della sanzione (art. 11 del Decreto 231), il giudice 
determinerà il numero delle quote da attribuire, sulla base della valutazione della gravità 
dell’illecito, e successivamente verrà determinato l’importo da attribuire alla singola 
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quota, dopo aver adeguatamente valutato le condizioni patrimoniali ed economiche 
dell’ente78.  
Per l’accertamento delle condizioni economiche e patrimoniali dell’impresa, il giudice 
potrà avvalersi dei bilanci e di ogni altro strumento informativo ritenuto idoneo allo 
scopo, considerando anche le dimensioni e la posizione sul mercato.  
In questa fase si dovranno valutare le condizioni attenuanti, in precedenza specificati, di 
cui all’art.12 del suddetto Decreto. 
Mentre la sanzione pecuniaria è sempre prevista in caso di accertamento delle 
responsabilità dell’ente (art. 10 comma 1 del Decreto 231), la misura interdittiva può 
essere applicata, in aggiunta a quella pecuniaria, solo se espressamente prevista per la 
specifica tipologia di reato presupposto e possono essere comminate solo quando ricorre 
almeno una delle condizioni indicate dall’art.13 del D. Lgs. n. 231/01, ovvero:  
1. l’ente ha tratto dal reato un profitto di rilevante entità ed il reato è stato 
commesso da soggetti in posizione apicale ovvero da soggetti sottoposti 
all’altrui direzione quando, in questo caso, la commissione del reato è stata 
determinata o agevolata da gravi carenze organizzative; 
2. in caso di reiterazione degli illeciti. 
I criteri di scelta delle sanzioni interdittive sono disciplinati dall’art. 14 del 
D. Lgs. 231/2001 e coincidono con i principi di proporzionalità, idoneità e gradualità e 
quando ricorrono i presupposti applicativi previsti all’art. 13 il giudice ha l’obbligo di 
irrogarle. Il giudice, in base ai criteri fissati all’art. 11 dello stesso Decreto, dovrà 
determinare la durata e la tipologia della sanzione interdittiva tenendo conto 
dell’idoneità della stessa a prevenire gli illeciti del tipo commesso. 
Il giudice può disporre, oltre all’interdizione dall’esercizio dell’attività, la sospensione o 
la revoca delle autorizzazioni, licenze o concessioni funzionali alla commissione 
dell’illecito, il divieto di contrattare con la pubblica amministrazione, l’esclusione da 
agevolazioni, finanziamenti, contributi o sussidi e l’eventuale revoca di quelli già 
concessi ed il divieto di pubblicizzare beni o servizi. Inoltre, nei fatti di particolare 
gravità, le sanzioni interdittive possono essere applicate congiuntamente (art. 14 comma 
3 D. Lgs. 231/2001).  
                                                 
78 Relazione ministeriale al D. Lgs.231/2001, […] La somma finale è frutto della moltiplicazione tra l'importo della 
singola quota e il numero complessivo delle quote che cristallizzano il disvalore dell’illecito....Il risultato è, dunque, 
quello di un sistema sanzionatorio in cui la commisurazione giudiziale risulta maggiormente conformata e 
trasparente che si pone in apprezzabile sintonia con le finalità della sanzione[…], op. cit.  
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Nel caso di fatto commesso nel prevalente interesse della persona fisica o di tenuità del 
danno patrimoniale non si applicano le sanzioni interdittive come indicato dall’art. 12 
comma 1 del Decreto. 
A norma dell’art. 22 ex D. Lgs. n. 231/01 le sanzioni amministrative si prescrivono in 5 
anni. Interrompono la prescrizione la richiesta di applicazione di misure cautelari 
interdittive e la contestazione formale dell’illecito. 
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Nella seguente tabella è presente l’elenco dettagliato dei reati ambientali e le relative 
sanzioni applicabili79: 
Tabella  2: Elenco reati ambientali ex D. Lgs. 231/2001 e relative sanzioni 
 
 
                                                 
















Fonte: A. Merlin, Tutela Illeciti ambientali nella disciplina “231”: riflessioni per le imprese, op. cit. 
 
1.4.3 I reati ambientali: interesse o vantaggio 
 
L’estensione della normativa ai reati ambientali ha posto il problema dell’applicazione 
della responsabilità amministrativa ai reati di natura colposa, generando così una 
difficoltà di imputazione e di valutazione dei criteri dell’interesse o vantaggio in quei 
reati che non derivano da un’intenzionalità dell’ente80. 
La questione che ha generato difficoltà di applicazione e differenti interpretazioni della 
norma non riguarda tanto il concetto di vantaggio quanto l’individuazione dell’interesse 
nei reati colposi, in cui non si ravvisa una specifica volontà di commettere l’illecito. Il 
Decreto 231/2001, in effetti, era stato inizialmente concepito per essere applicato agli 
illeciti dolosi ed in questa direzione si era espressa anche la giurisprudenza. 
Tuttavia solo alcuni reati ambientali sono dolosi e rappresentano una piccola porzione 
dell’elenco dei reati presupposto. 
                                                 
80 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit., p.7 
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Per i reati ambientali, che presentano prevalentemente una natura contravvenzionale e 
dunque si legano ad una azione colposa dell’ente, la questione si pone in modo 
rilevante. 
La giurisprudenza, nonostante le differenti correnti interpretative e per non disattendere 
l’applicazione della norma, ha distinto le modalità di applicazione del concetto di 
interesse per le due fattispecie di reato dolosa e colposa. 
Nei reati dolosi l’identificazione dell’interesse farà riferimento all’evento, ossia alla 
valutazione di un legame finalistico tra il reato e il risultato che si voleva conseguire, 
mentre per quelli colposi l’interesse andrà valutato in relazione alla condotta, intesa 
come violazione delle regole. 
Si può di conseguenza affermare, anche con riferimento ai reati ambientali, che la 
responsabilità dell’ente sussiste quando sia ravvisabile una negligenza sotto il profilo 
tecnico ed organizzativo a cui è seguita la violazione della normativa ambientale, 
finalizzata in un risparmio di costi, che si è tradotto in un vantaggio patrimoniale81. 
Nei reati ambientali è dunque la condotta, riconducibile all’adozione di una inadeguata 
struttura di prevenzione del danno, a rilevare al fine dell’imputazione della 
responsabilità e non l’evento dannoso conseguente a quella condotta. 
L’individuazione di una condotta elusiva delle norme dimostra l’intenzione di non 
adottare adeguati strumenti di prevenzione dei reati ambientali evidenziando l’interesse 
che poi sarà alla base dell’imputazione della responsabilità82. 
In altre parole si ritiene che se l’ente, nella scelta delle politiche di tutela ambientale, 
abbia optato una condotta negligente con un orientamento al risparmio di costi si 
ravviserà l’interesse e il vantaggio per lo stesso. 
Sembra evidente che gli eventi dannosi come l’inquinamento atmosferico, dovuto al 
superamento dei valori limite previsti, non possano essere deliberatamente cercati ma 
sono riconducibili ad un interesse o ad un vantaggio per l’ente solo in un ottica di 
condotta orientata al risparmio. Si ritiene pertanto che l’espressione “reati commessi nel 
suo interesse” possa valere sia per le ipotesi di reati dolosi sia per quelli colposi83. 
                                                 
81 L. Prati, I reati ambientali entrano nelle 231/2001: nuovi problemi e accresciute perplessità, 2011, 
www.ambientediritto.it 
82 G. Catellani, Responsabilità da reato delle aziende e ambiente, op. cit., p.7, […]Il legislatore muove dal 
presupposto che le scelte d’impresa, anche quando si tratta di optare tra una condotta lecita e un’alternativa illecita, 
siano fatte da un imprenditore razionale, e quindi sulla base di un’analisi costi/ benefici; si tratta quindi di rendere 
la condotta illecita meno conveniente di quella lecita[…], Sentenza GIP Tribunale di Cagliari, 4 luglio 2011, la cui 
motivazione può essere applicata in modo esemplare anche ad un reato ambientale  
83 P. Di Geronimo, Il criterio di imputazione oggettiva del reato colposo all’ente: prime applicazioni 
giurisprudenziali e valorizzazione della teoria organica, Articolo marzo 2010, www.rivista231.it 
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Si configura così il profilo di “colpa di organizzazione” che si concretizza nella mancata 
predisposizione di un sistema di azioni preventive idonee ad evitare la commissione di 
reati84. Si tratta del profilo soggettivo di imputazione della responsabilità amministrativa 
che si lega ai presupposti di natura oggettiva già evidenziati dall’art. 5 del Decreto 
231/2001 e che trovano giustificazione in un nesso psichico tra le persone fisiche che 
hanno commesso il reato e l’organizzazione, ovvero sul rapporto di immedesimazione 
organica tra persona giuridica e soggetto che abbia agito per dare attuazione alle sue 
politiche85. 
Le modalità per esimere l’ente dalla responsabilità sono indicate dalla norma stessa che 
indica la predisposizione di un Modello Organizzativo Gestionale idoneo alla 
prevenzione dei reati. La mancata adozione di questo modello comporterebbe, in caso di 
commissione di illeciti, una colpevolezza per omissione organizzativa e gestionale, 
derivante da un deficit organizzativo, con cui implicitamente l’ente ha accettato di 
correre questo rischio86. 
 
1.4.4 I profili soggettivi di responsabilità: la “Colpa dell’ente” nei 
reati ambientali 
 
Quando si parla di “colpa” dell’organizzazione si fa riferimento alla condizione 
soggettiva di imputazione della responsabilità dell’ente dovuta a negligenza o 
inosservanza di leggi.  
Come già detto, è la stessa norma che individua le condizioni esimenti da responsabilità 
consistenti nell’adozione e nell’efficace funzionamento di modelli di comportamento 
specifici orientati alla prevenzione dei reati, sulla base della valutazione preventiva del 
rischio associato. 
All’art. 6 del D.Lgs. n. 231/2001, comma 1, si individuano le condizioni esimenti per 
fatto illecito commesso dai soggetti apicali: 
a) L’organo dirigente ha adottato ed efficacemente attuato, prima della 
commissione del fatto, modelli di organizzazione e di gestione idonei a 
prevenire reati della specie di quello verificatosi; 
                                                 
84 La“colpa di organizzazione”, intesa come mancata adozione di presidi necessari ad evitare che il reato sia 
commesso[…],  ABI, Linee guida dell’Associazione Bancaria Italiana per l’adozione di modelli organizzativi sulla 
responsabilità amministrativa delle banche, op. cit., p. 5 
85 ABI, Linee guida dell’Associazione Bancaria Italiana per l’adozione di modelli organizzativi sulla responsabilità 
amministrativa delle banche, op. cit., p. 15 
86 Assonime, Reati ambientali e responsabilità amministrativa degli enti, op. cit., pp. 30-35 
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b) il compito di vigilare sul funzionamento e l’osservanza dei modelli di curare il 
loro aggiornamento è stato affidato a un organismo dell’ente dotato di autonomi 
poteri di iniziativa e di controllo; 
c) le persone hanno commesso il reato eludendo fraudolentemente i modelli di 
organizzazione e di gestione87;  
d) non vi è stata omessa o insufficiente vigilanza da parte dell’organismo di cui 
alla lettera b).  
In dettaglio occorre che l’ente dimostri di: 
? aver adottato e che siano efficacemente funzionanti i Modelli di Organizzazione 
e Gestione idonei a prevenire i reati; 
? che ci sia stata vigilanza da parte di un Organo di Vigilanza, indipendente e 
dotato di autonomi poteri di iniziativa e di controllo; 
? che il comportamento illecito sia stato posto in essere dal vertice eludendo 
fraudolentemente i suddetti modelli; 
? che vi sia stata attività di vigilanza sufficiente ad evitare il reato. 
La Relazione Ministeriale al Decreto 231 sottolinea l’opportunità di differenziare il 
sistema della responsabilità tra la situazione in cui a commettere l’illecito sia un 
soggetto apicale rispetto a quella in cui sia stato un soggetto subordinato. 
Nel primo caso si parte dalla presunzione che la sua azione sia la diretta emanazione 
della politica dell’ente che dunque verrà chiamato a risponderne direttamente 
assumendo la rilevanza di responsabilità autonoma per “fatto proprio” in forza del 
rapporto di immedesimazione organica88. 
In relazione a questa ipotesi l’ente dovrà dimostrare la fattispecie del c.d. 
“amministratore infedele”, ossia che il soggetto apicale abbia agito contro il corretto 
funzionamento dell’ente, in violazione della sua politica, e/o che l’illecito sia 
espressione di un interesse o di un vantaggio altrui89 
L’ente deve dunque dimostrare non solo che la volontà criminale sia riconducibile 
esclusivamente al soggetto che materialmente ha compiuto l’illecito ma anche che 
questo abbia eluso, in modo intenzionale, il modello di prevenzione adottato. 
La bontà de Modello esimente adottato potrà essere valutata solo in sede di 
accertamento penale. Il giudice penale è infatti tenuto ad accertare solo ex post, rispetto 
                                                 
87 Relazione ministeriale al D. Lgs.231/2001[…] le ipotesi di c.d. “amministratore infedele”, che agisce cioè contro 
l'interesse dell'ente al suo corretto funzionamento[…], op. cit. 
88 Come confermato dall’art. 8 del Decreto 231/2001 
89 Art. 5, comma 2, D. Lgs. 231/2001 
 40
alla commissione del reato, non solo l’esistenza del modello e del suo corretto 
funzionamento ma anche la sua idoneità alla prevenzione dei reati della specie 
verificatasi, valutandone discrezionalmente l’adeguatezza. 
Nel caso di illeciti commessi da soggetti subordinati, diversamente dal caso precedente, 
l’onere della prova grava sull’accusa. Questo comporta che sia il magistrato a provare 
l’inosservanza degli obblighi di direzione e vigilanza da parte dell’ente. 
L’ente dovrà rispondere solo qualora si accerti che il reato abbia origine 
nell’inadempimento dei doveri di direzione e di vigilanza, che gravano tipicamente sul 
vertice aziendale. 
L’art. 7 ex D. Lgs. 231/2001 specifica infatti che: 
1. Nel caso previsto dall'articolo 5, comma 1, lettera b), l’ente é responsabile se la 
commissione del reato è stata resa possibile dall’inosservanza degli obblighi di 
direzione o vigilanza.  
2. In ogni caso, è esclusa l’inosservanza degli obblighi di direzione o vigilanza se 
l’ente, prima della commissione del reato, ha adottato ed efficacemente attuato 
un modello di organizzazione, gestione e controllo idoneo a prevenire reati 
della specie di quello verificatosi.  
In questa ipotesi, come nel caso precedente, si esclude la responsabilità dell’ente nel 
caso di preventiva adozione di un modello organizzativo, di gestione e controllo idoneo 
a prevenire reati.  
Una ulteriore questione rilevante che si pone è la predisposizione di attività di vigilanza 
su quei soggetti che prestano la propria attività presso l’ente ma nel pieno della propria 
autonomia ovvero i collaboratori esterni90. 
 
Alla luce di quanto detto il modello organizzativo dovrebbe costituire un modello di 
diligenza, con valenza più ampia rispetto all’ambito ambientale e che sia un riferimento 
vincolante per tutti i soggetti aziendali91. 
In quest’ottica le organizzazioni dovrebbero prevedere un sistema complesso di 
prevenzione con finalità ampie che spaziano su tutti gli ambiti operativi, dalla sicurezza 
all’ambiente, all’ambito competitivo, ecc.  
Il legislatore nazionale nel prevedere i modelli di organizzazione gestione e controllo si 
rifà alle legislazioni più evolute in materia di corporate governance secondo principi e 
                                                 
90 P. Burla, E. Cieri, I. Maccari, La responsabilità da reato delle società, Milano, IlSole24Ore, 2009, p. 6 
91Assonime, Reati ambientali e responsabilità amministrativa degli enti, op. cit., pp. 4-10 
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procedure uniformi di matrice internazionale (Codes of best practice), elaborati da Le 
suddette attività devono essere svolte in modo continuativo con adeguato utilizzo di 
personale nell’ambito dei processi aziendali integrandosi con il sistema di controllo 
interno92. La norma 231 richiama infatti i compliance programs, mutuati dall’esperienza 
anglosassone che rappresentano codici di autoregolamentazione, adottati al fine di 
evitare le sanzioni in caso di commissione di illeciti da parte dei soggetti in essi 
operanti93. 
Si tratta di modelli organizzativi idonei ad implementare strumenti di controllo interno, 
capaci di assicurare da un lato la correttezza delle azioni dell’ente e dei soggetti che vi 
operano, e dall’altro la conformità dei comportamenti alla legge. 
 
                                                 
92 Consiglio nazionale dei dottori commercialisti e degli esperti contabili, a cura Commissione compliance aziendale, 
Osservazioni in merito alla realizzazione di un modello di organizzazione gestione e controllo, documento n.3, 17 
giugno 2009, pp. 9-10 
93 La stessa Relazione al Decreto specifica che: […]Piuttosto che sancire un generico dovere di vigilanza e di 
controllo dell'ente sulla falsariga di quanto disposto dalla delega (con rischio che la prassi ne operasse il totale 
svuotamento, indulgendo a criteri ispirati al versari in re illicita), si è preferito allora riempire tale dovere di 
specifici contenuti: a tale scopo, un modello assai utile è stato fornito dal sistema dei compliance programs da tempo 
funzionante negli Stati Uniti […] Si veda anche V. Veneroso, I modelli di organizzazione e gestione, ex D. LGS. N. 
231/2001, nella prevenzione dei reati ambientali, op. cit. 
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2 IL MODELLO ORGANIZZATIVO-GESTIONALE 
(MOG 231): DEFINIZIONE E FINALITÀ 
 
 
La Relazione di accompagnamento al Decreto 231/2001 definisce i modelli di 
organizzazione come documenti contenenti regole di condotta, con contenuti minimi 
prefissati dal Legislatore, tali da costituire un modello comportamentale per chi agisce 
nell’ambito dell’ente, orientato ad impedire la commissione di determinati reati94. 
Un modello di organizzazione e di gestione (MOG 231) si configura come un 
complesso di regole, strumenti e condotte finalizzato all’esclusione della “colpa 
organizzativa” dell’ente nel caso di commissione di un illecito. Un sistema 
organizzativo e di gestione risulterà efficacemente predisposto se sarà in grado di 
individuare e prevenire le condotte penalmente rilevanti indicate dalla norma. 
Quando si parla di MOG 231 si intende un modello comportamentale che deve 
prevedere strumenti e azioni idonei a garantire lo svolgimento delle attività dell’impresa 
nel rispetto della legge, supportandola nell’individuazione e nell’eliminazione 
tempestiva delle situazioni a rischio di illeciti. Nella strutturazione del MOG 231 si 
dovranno fare considerazioni relativamente alla natura, alla dimensione nonché al tipo 
di attività svolte dall’impresa dovendo esprimere le sue peculiari esigenze a partire dalla 
identificazione del rischio-reato che la caratterizza95. 
La necessità di strutturare il modello organizzativo in relazione alla realtà operativa 
aziendale è stata evidenziata anche dalla giurisprudenza che ha individuato specifici 
requisiti che un modello deve possedere affinché possa esercitare una funzione 
esimente. In effetti, l’esenzione dalla responsabilità ex D: Lgs. 231/01, si concretizza 
con la valutazione della conformità del MOG 231 ai requisiti di adeguatezza e di 
idoneità in relazione ai rischi di reato a cui l’ente potrebbe, anche astrattamente, essere 
esposto, oltre che di efficace funzionamento nel tempo. 
                                                 
94 La Relazione ministeriale al Decreto precisa che […] all'ente viene in pratica richiesta l'adozione di modelli 
comportamentali specificamente calibrati sul rischio-reato, e cioè volti ad impedire, attraverso la fissazione di regole 
di condotta, la commissione di determinati reati. Requisito indispensabile perché dall'adozione del modello derivi 
l'esenzione da responsabilità dell'ente è che esso venga anche efficacemente attuato: l'effettività rappresenta, 
dunque, un punto qualificante ed irrinunciabile del nuovo sistema di responsabilità.  
95 Art. 7, comma 3, Decreto 231/2001: Il modello prevede, in relazione alla natura e alla dimensione 
dell'organizzazione nonché al tipo di attività svolta, misure idonee a garantire lo svolgimento dell'attività nel rispetto 
della legge e a scoprire ed eliminare tempestivamente situazioni di rischio. 
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Il modello, inoltre, non prefigurandosi come strumento preventivo statico dovrà 
rispondere alle necessità di specificità e di dinamicità richiesti allo scopo di adeguarsi 
progressivamente ai cambiamenti, in un ottica di miglioramento della sua efficacia che 
sarà valutata costantemente96. 
Il concetto di adeguatezza riguarda sia la fase dell’adozione sia quella di attuazione del 
“modello 231”, inteso come capacità dello stesso di aderire alla realtà organizzativa 
dell’ente. Concretamente riguarda l’esistenza e l’efficace funzionamento del sistema 
operativo delle deleghe, dei poteri aziendali e dell’attribuzione delle risorse finanziare 
specificatamente destinate alla prevenzione dei rischi97. 
L’idoneità del modello invece attiene all’uso di conoscenze, consolidate e condivise nel 
momento storico in cui è commesso l’illecito, nella strutturazione dello stesso, al fine di 
minimizzare il rischio di commissione di illeciti. Ciò risponde alla necessità di adottare 
le tecniche, gli strumenti di analisi e le competenze migliori a disposizione in quel 
determinato periodo storico al fine di prevenire i reati presupposto. Nella eventuale fase 
di verifica da parte di un giudice si dovrà tener conto delle condizioni storiche e 
tecniche in cui il modello era stato predisposto. 
Una volta strutturato, il modello dovrà essere efficacemente attuato e sottoposto a 
vigilanza. Oltre al requisito della idoneità e dell’adeguatezza, la norma richiama infatti 
il concetto di efficace attuazione dei modelli organizzativi-gestionali98.  
La valutazione dell’adeguatezza formale del modello, così come dell’idoneità e 
dell’efficace attuazione, è rimessa al giudice che dovrà elaborare un giudizio di 
conformità dello stesso rispetto alla capacità di prevenzione dei reati ipotizzabili nella 
specifica realtà operativa dell’ente, contestualizzando l’analisi sia in relazione 
all’attività o al settore in cui si è verificato il reato, sia in relazione alle conoscenze 
disponibili all’epoca in cui lo stesso è stato commesso. 
Il giudizio sarà positivo qualora il giudice accerti che le misure e i controlli previsti dal 
modello siano in grado di prevedere ed evitare la commissione del reato presupposto e 
che vi sia stata un’opportuna attività di vigilanza da parte dell’Organismo preposto a 
tale funzione.  
                                                 
96 ABI, Linee guida dell’Associazione Bancaria Italiana per l’adozione di modelli organizzativi sulla responsabilità 
amministrativa delle banche, op. cit., p. 15 
97 Istituto di ricerca dei Dottori commercialisti e degli esperti contabili, a cura di, L’adozione dei modelli di 
organizzazione e gestione ex d.lgs. n. 231/2001 tra obbligo e opportunità, Circolare n. 26, 10 novembre 2011 
98 Art. 7 Decreto 231/2001 comma 4 L'efficace attuazione del modello richiede:  
a) una verifica periodica e l'eventuale modifica dello stesso quando sono scoperte significative violazioni 
delle prescrizioni ovvero quando intervengono mutamenti nell'organizzazione o nell'attività;  
b) un sistema disciplinare idoneo a sanzionare il mancato rispetto delle misure indicate nel modello 
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Il modello potrà essere considerato efficace, nonostante la commissione di un reato, in 
caso di elusione fraudolenta che non fosse prevedibile dall’ente utilizzando la dovuta 
diligenza, ossia nel caso in cui il soggetto interno abbia aggirato dolosamente il 
MOG 231. 
Se si considerano le indicazioni ex D. Lgs. n. 231/2001e alla luce delle recenti pronunce 
giurisprudenziali, il MOG 231 si configura come uno strumento di compliance orientato 
alla prevenzione di comportamenti illeciti di varia natura, in un’ottica di prevenzione 
globale dei rischi, dando origine ad un nuovo approccio culturale99. 
Dall’analisi della disciplina si desume l’intenzione del legislatore di orientare i 
comportamenti organizzativi verso l’adozione di un approccio sinergico tra i differenti 
sistemi di prevenzione e di gestione dei rischi già previsti in specifici ambiti quali, ad 
esempio, la sicurezza e l’ambiente. L’identificazione degli specifici rischi-reato a cui 
l’ente risulta esposto dovrà tener conto dell’interdipendenza sistemica esistente tra i vari 
eventi rischiosi: ovvero la possibilità che da un  evento possano scaturire altre situazioni 
dannose dando origine al cosiddetto effetto domino. 
L’ente è, in questo modo, indotto ad utilizzare una metodologia a valenza generale per 
la realizzazione del sistema di gestione del rischio, in cui verrà inquadrato anche quello 
specifico ex D. Lgs. 231/2001.  
Purtroppo ad oggi, in base a quanto descritto dalle statistiche giudiziarie, nella maggior 
parte dei casi esaminati, il modello 231 è risultato altamente inadeguato. Le ragioni 
sono riscontrabili in una eccessiva astrattezza e nell’assenza dell’adeguata 
formalizzazione dei comportamenti da adottare preventivamente100. 
 
2.1 Contenuto minimo del MOG 231 
 
In base alle considerazioni fatte risulta chiaro il motivo per cui il legislatore italiano non 
abbia dettato uno standard valido in assoluto per la predisposizione del modello di 
organizzazione e di gestione. 
La norma, sia l’art. 6 del Decreto (riguardante i Soggetti in posizione apicale e i modelli 
di organizzazione dell’ente) sia l’art. 7 (Soggetti sottoposti all'altrui direzione e modelli 
                                                 
99 Consiglio nazionale dei dottori commercialisti e degli esperti contabili, a cura della Commissione compliance 
aziendale, Osservazioni in merito alla realizzazione di un modello di organizzazione gestione e controllo, op. cit., p. 
14 
100 M. Di Giandomenico, D. Ielo, Anticorruzione sul modello 231, ma l’astrattezza dei modelli mette a rischio la 
legge, ItaliaOggi, 11 gennaio 2013, p. 36 
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di organizzazione dell’ente), pur facendo esplicito riferimento all’adozione di un 
modello esimente, si limitano ad individuare un contenuto minimo dello stesso a cui 
bisognerà conformarsi nella sua strutturazione. 
In particolare all’art. 6, comma 2, il Decreto 231 elenca una serie di requisiti/attività 
minimi da attivare affinché il MOG possa ritenersi efficace nella prevenzione degli 
illeciti, in particolare: 
a) individuare le attività nel cui ambito possono essere commessi reati; 
b) prevedere specifici protocolli diretti a programmare la formazione e l'attuazione 
delle decisioni dell'ente in relazione ai reati da prevenire;  
c) individuare modalità di gestione delle risorse finanziarie idonee ad impedire la 
commissione dei reati;  
d) prevedere obblighi di informazione nei confronti dell'organismo deputato a 
vigilare sul funzionamento e l'osservanza dei modelli;  
e) introdurre un sistema disciplinare idoneo a sanzionare il mancato rispetto delle 
misure indicate nel modello.  
È evidente che si tratti di una serie di indicazioni di massima che lasciano piena 
discrezionalità nella scelta delle modalità di attuazione a seconda delle peculiari 
esigenza di ciascun ente. 
Le suddette prescrizioni a carattere generico hanno sollevato critiche da più parti poiché 
sarebbe parso più opportuno definire un elenco di regole più stringenti da utilizzare sia 
in fase di implementazione del modello, in qualità di parametri di riferimento, sia per 
valutarne la validità post attuazione101. 
A suggerire criteri più precisi, ai fini di una corretta costruzione dei MOG 231, sono 
state la giurisprudenza da un lato e le linee guida redatte dalle principali associazioni di 
categoria dall’altro.  
La stessa norma (art. 6 comma 3 ex D. Lgs. n. 231/2001), prevede che i modelli di 
organizzazione e di gestione possano essere adottati sulla base di codici di 
comportamento redatti dalle principali associazioni di categoria, tra cui si segnalano 
quelle di Confindustria, dell’ABI, dell’ANIA e dell’ANCE102.  
                                                 
101 V. Veneroso, I modelli di organizzazione e gestione, ex D. LGS. N. 231/2001, nella prevenzione dei reati 
ambientali, op. cit., p. 1056 
102 Ne sono un esempio le Linee guida di Confindustria del 2002, aggiornate nel marzo 2014, volte all’adozione di un 
valido ed efficace modello organizzativo come strumento difensivo volto a dimostrare l’estraneità della società agli 
illeciti commessi dai soggetti apicali e/o dai loro sottoposti. MinGiustizia, approvato aggiornamento “Linee guida 
231” di Confindustria, Milano, 28 luglio 2014, www.reteambiente.it 
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La procedura prevede che i modelli da queste individuati debbano essere 
preventivamente comunicati al Ministero della Giustizia il quale, di concerto con i 
Ministeri competenti, entro trenta giorni potrà esprimere osservazioni sulla loro 
idoneità. Tali linee guida forniscono indicazioni di tipo metodologico, su come 
predisporre un modello organizzativo idoneo, che dovrà essere plasmato poi sulla 
specificità della realtà in cui verrà inserito. 
Si configurano dunque come puri strumenti consulenziali, a supporto degli enti nella 
strutturazione di un MOG astrattamente idoneo prevenire i reati 231 e che dovrà essere 
adeguato in base alle peculiarità dell’ambiente interno ed esterno.  
Se ne desume che la mancata conformità del modello ad alcune indicazioni contenute 
nelle linee guida non ne inficiano la validità poiché non costituiscono un vincolo ma 
uno strumento di sostegno al contenimento dei rischi103.  
La giurisprudenza, sua volta, è più volte intervenuta individuando i requisiti che 
possono qualificare il modello come adeguato strumento di esenzione della 
responsabilità amministrativa. Tra i provvedimenti giurisdizionali più rilevanti, per la 
puntualità delle indicazioni, si riporta il cosiddetto “Decalogo 231”, definito 
nell’ordinanza cautelare del GIP del tribunale di Milano (dott.ssa Secchi) e depositata il 
9 novembre 2004. Si tratta della valutazione dell’idoneità e dell’efficace funzionamento 
del modello adottato prima della commissione degli illeciti, basata sulla presenza di 
determinate attività imprescindibili per la definizione del modello. In particolare le 
condotte prescritte sono104: 
1. la mappatura dei rischi di reato sia specifica ed esaustiva e che non sia una mera 
descrizione di quanto definito dalla normativa; 
2. l’indicazione, per i membri dell’OdV, del possesso di specifiche capacità in 
tema di attività ispettiva e di consulenza; 
3. la previsione, quale causa di ineleggibilità a membro dell’OdV, di una sentenza 
di condanna (o di patteggiamento non irrevocabile, non solamente per i reati 
previsti dal D. Lgs. n. 231/01); 
                                                 
103S. Corbella, I Modelli 231: la prospettiva aziendale. Una proposta interpretativa nel quadro della New 
Institutional Theory, Franco Angeli, Milano, 2013, p. 26 
104 Ordinanza cautelare del Giudice per le indagini preliminari del Tribunale di Milano (dott.ssa Secchi) depositata il 
9 novembre 2004 che esamina l’idoneità di Modelli di organizzazione, gestione e controllo ex artt 6 e 7 d.lg. 
231/2001, si veda anche M. Abbondanza, Il “Modello 231”, Recenti orientamenti dell’Istituto di Ricerca, Dottori 
Commercialisti ed Esperti Contabili, ODCEC Genova, 22 marzo 2012 
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4. la previsione di attività di formazione differenziata rivolta ai dipendenti nella 
loro generalità, ai dipendenti che operano in specifiche aree di rischio, all’OdV e 
ai preposti al controllo interno; 
5. la previsione del contenuto dei corsi di formazione, la loro frequenza, 
l’obbligatorietà della partecipazione, i controlli di frequenza e di qualità sul 
contenuto dei programmi; 
6. la determinazione di sanzioni disciplinari nei confronti degli amministratori, 
direttori generali e più in generale dei “soggetti apicali” che per negligenza o 
imperizia non abbiano individuato e conseguentemente eliminato, violazioni al 
modello e, nei casi più gravi, la perpetrazione di reati; 
7. la previsione di sistematiche procedure di ricerca e di identificazione dei rischi 
nel caso sussistano circostanze particolari (es. emersione di precedenti 
violazioni, elevato turn over del personale, ecc.); 
8. la previsione di controlli di routine e di controlli a sorpresa nei confronti delle 
attività aziendali sensibili; 
9. la previsione e la disciplina dell’obbligo per tutti i dipendenti, siano essi 
direttori, amministratori della società o impiegati, di riferire all’organismo di 
vigilanza notizie rilevanti e relative alla vita dell’ente, alle violazioni del 
modello e alla consumazione di reati; 
10. la predisposizione di protocolli e procedure specifiche e concretamente 
applicabili alla realtà dell’ente. 
Le prescrizioni suddette evidenziano l’inadeguatezza di un modello astratto e generale 
applicato senza il rispetto delle reali condizioni operative dell’impresa. 
Sempre la giurisprudenza indica infatti i criteri della specificità, dell’attualità e della 
dinamicità quali requisiti indispensabili ai fini della corretta costruzione, 
implementazione e funzionamento del modello105. 
L’orientamento riconosciuto è quello di costruire un MOG seguendo una logica 
customizzata106, tenendo conto del sistema di controllo interno già esistente, delle aree 
sensibili, del settore di riferimento nonché della cultura interna, seguendo le indicazioni 
                                                 
105 I modelli – in quanto strumenti organizzativi della vita dell'ente , devono qualificarsi per la loro concreta e 
specifica efficacia e per la loro dinamicità; essi devono scaturire da una visione realistica ed economica dei 
fenomeni aziendali e non esclusivamente giuridico – formale[…], ordinanza del Gip del Tribunale di Milano 9 
novembre 2004, in Il Foro Italiano, 2005, pag 560 
106Caratteristiche fondamentali per la giurisprudenza sono rappresentate dalla concretezza, specificità e dinamicità 
(Trib. Milano 13.2.2008 n. 1774) 
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provenienti dai principali framework di riferimento per il governo del rischio, della 
giurisprudenza e delle linee guida delle associazioni di categoria107. 
 
 
2.2 Adozione del modello: obbligo o facoltà 
 
La legge non obbliga gli enti all’adozione del MOG 231 e di conseguenza non prevede 
sanzioni per la mancata predisposizione degli stessi. La necessità dell’adozione dello 
strumento organizzativo dipenderà dal grado di rischio di commissione di illeciti (dolosi 
e colposi) a cui l’ente potrebbe essere esposto e che dovrà essere valutato in termini di 
probabilità di accadimento e di danno che ne deriverebbe.  
L’adozione del modello rimane comunque un scelta e non un obbligo e neppure 
l’autorità giudiziaria può imporla coattivamente. Il punto cruciale è che però la sua 
assenza espone l’ente al rischio di reato e di conseguenza all’imputazione della 
responsabilità amministrativa108.  
La scelta della sua adozione rappresenta l’espressione di una chiara volontà di 
identificare e gestire i rischi di reato presupposto previsti dal Decreto 231, 
configurandosi, in definitiva, come una precisa scelta di governance, rientrante nella 
politica d’impresa109 
Il soggetto a cui spetta la scelta dell’adozione del modello esimente e la sua efficace 
attuazione (art. 6, comma 1, lett. a)), è l’organo dirigente, ciò in coerenza con quanto 
indicato dalla norma civilistica in termini di cura e di vigilanza dell’assetto 
organizzativo, amministrativo e contabile ( art. 2381 comma 5 c.c.)110. 
Nel caso specifico delle società non si precisa quale organo societario debba deliberare 
l’adozione del modello presupponendo che spetti all’Organo Amministrativo ovvero 
all’Assemblea, qualora il modello sia previsto nello statuto. 
Da un’analisi più ampia, tenendo conto delle disposizioni all’art. 2392 c.c., delle 
pronunce giurisprudenziali e delle Linee guida elaborate da Confindustria, occorre fare 
                                                 
107 Istituto di ricerca dei Dottori commercialisti e degli esperti contabili, a cura di, L’adozione dei modelli di 
organizzazione e gestione ex d.lgs. n. 231/2001 tra obbligo e opportunità, Circolare n. 26, 10 novembre 2011, p.7 
108 …non si prevede alcuna forma di imposizione coattiva dei modelli organizzativi, la cui adozione invece è sempre 
spontanea (Cass. pen., Sez. VI, n. 32626/2006) 
109 Istituto di ricerca dei Dottori commercialisti e degli esperti contabili, a cura di, L’adozione dei modelli di 
organizzazione e gestione ex d.lgs. n. 231/2001 tra obbligo e opportunità, Circolare n. 26, 10 novembre 2011, p.7 
110 M. Abbondanza, Il “Modello 231”, Recenti orientamenti dell’Istituto di Ricerca, Dottori Commercialisti ed 
Esperti Contabili, ODCEC Genova, 22 marzo 2012 
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una distinzione tra la facoltà di adozione del modello e l’obbligo di verifica 
dell’esposizione al “rischio 231” della società amministrata.  
Per comprendere meglio il concetto si rende necessario interpretare in maniera  più 
ampia l’art. 2392 del c.c., relativo alla responsabilità degli amministratori verso la 
società. La norma impone a questi ultimi di adempiere ai propri obblighi, previsti 
dall’atto costitutivo e dalla legge, applicando il concetto di diligenza del buon padre di 
famiglia richiesta dalla natura dell’incarico e dalle specifiche competenze compiendo 
scelte informate111. 
Il dovere, in capo agli amministratori, di agire con diligenza, si traduce di fatto 
nell’obbligo di verificare l’esposizione al rischio di illeciti da parte della società e di 
valutare l’opportunità di adottare il MOG 231. Concretamente tale obbligo si estrinseca 
nello svolgimento di attività di risk assessment, intesa come individuazione delle aree o 
dei settori di attività in cui si possono verificare gli illeciti e delle modalità di attuazione 
delle condotte criminose. Pertanto si può configurare una responsabilità degli 
amministratori derivante, non tanto dalla mancata adozione del modello organizzativo, 
quanto dall’omessa valutazione in merito all’opportunità di prevenire il rischio degli 
illeciti ovvero di non aver provveduto, con la diligenza richiesta, all’identificazione dei 
rischi presupposto 231 a cui la società è esposta112.  
In questo caso si configurerebbe la condizione di “amministratori inadempienti”, 
dunque, esposti all’esercizio dell’azione di responsabilità da parte della società per i 
danni ad essa provocati dall’eventuale applicazione delle sanzioni previste dal 
Decreto 231 che, oltre agli interessi economici della società, vadano a ledere anche 
quelli di tutti i soci.  
Le recenti pronunce giurisprudenziali vanno proprio in questa direzione. In base ad una 
lettura più ampia dell’art. 2392 c. c. prevedono una precisa responsabilità civile degli 
amministratori per omessa adozione dei modelli organizzativi 231 riconducibile ad un 
mancato rispetto del dovere di attivazione e di vigilanza dello stesso113.  
                                                 
111La riforma societaria del 2003 ha ampliato il concetto di diligenza nell’adempimento delle obbligazioni. Ex Art. 
1176 del c. c. La responsabilità richiesta dalla nuova formulazione dell'art. 2392 è più ampia in quanto si riferisce non 
solo alla diligenza del buon padre di famiglia, ma anche e soprattutto alla natura dell’attività esercitata, obbligando gli 
amministratori a compiere scelte che siano informate, meditate e basate sulle rispettive conoscenze, che devono 
essere adeguate alla natura dell'incarico 
112 La responsabilità è ravvisabile nell’inerzia degli amministratori a fronte di uno specifico dovere di attivare i 
modelli organizzativi  al fine di proteggere la società da rischi specifici, Tribunale di Milano, Sez. VIII civile, 13 
febbraio 2008 n. 1774 e 31.7.2007 n. 3300 
113 La mancata adozione del modello di prevenzione comporta la responsabilità degli amministratori, in sede penale 
ed in sede civile considerato che i soci potranno esperire un’azione di responsabilità civile nei confronti 
dell’amministratore in carica per mala gestione, ai sensi dell’art. 2392 c.c. […]È ammissibile l’azione di 
responsabilità dei soci nei confronti dell’amministratore per omessa predisposizione ed adozione di un modello 
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Nelle società occorre dunque operare una distinzione tra l’onere di valutazione 
dell’adeguatezza organizzativa gravante sugli amministratori e la facoltà di adozione del 
modello 231 riguardante l’ente e su cui ricade la responsabilità amministrativa.  
Tali considerazioni producono la conseguenza che l’adozione del MOG 231 si possa 
considerare un “onere” piuttosto che una facoltà114.  
 
La rilevanza del MOG ex D. Lgs 231/01 è evidenziata dai sempre più frequenti casi in 
cui la sua presenza è diventato un prerequisito per instaurare rapporti economici così 
come richiesto da alcuni enti pubblici ed è diventato obbligatorio per poter concorrere in 
determinati mercati. Attualmente ne sono esempi: 
? La Legge della Regione Calabria n. 15 del 21.6.2008 lo prevede 
esplicitamente per le imprese che operano con essa in regime di 
convenzione; 
? Il Regolamento dei Mercati di Borsa Italiana S.p.A. lo prevede per avere 
accesso al segmento Star  del mercato azionario;  
? Farmindustria lo richiede implicitamente per la qualificazione del processo 
di informazione scientifica;  
? Il Decreto Regione Lombardia n. 5808 dell’8.6.2010 lo prevede al fine di 
ottenere e mantenere l’accreditamento degli enti di formazione; 
? La Legge della Regione Abruzzo n. 15 del 27.5.2011 che impone l’obbligo 
del modello a carico degli enti dipendenti e strumentali, consorzi, agenzie e 
aziende regionali nonché società controllate o partecipate dalla Regione con 
finalità economiche.  
L’interesse al modello sta crescendo e nella stipula di contratti, sempre più 
frequentemente, si richiede l’inserimento della cosiddetta “clausola 231” in base alla 
quale le parti si impegnano al rispetto dei contenuti del modello e del codice etico. 
L’inosservanza della clausola si configura come un inadempimento contrattuale che può 
condurre alla risoluzione dell’accordo, da cui può discendere il diritto al risarcimento 
dei danni eventualmente procurati115. 
                                                                                                                                               
organizzativo e gestorio ex D.Lgs. 231/2001 ove tale omissione sia connessa con indebiti prelievi dalle casse sociali 
e con la commissione di delitti dolosi. Tale profilo di responsabilità determina l’obbligo del risarcimento nei 
confronti dei soci danneggiati. Trib. Milano (III Civile) - Sent. 13/02/08 Azione di responsabilità vs. amministratori 
114 Istituto di ricerca dei Dottori commercialisti e degli esperti contabili, a cura di, L’adozione dei modelli di 
organizzazione e gestione ex d.lgs. n. 231/2001 tra obbligo e opportunità, Circolare n. 26, 10 novembre 2011, p. 8 




2.3  Il Modello adottato ex ante o ex post 
 
La misura dell’adeguatezza del modello ex ante non potrà seguire le stesse modalità di 
valutazione invece utilizzati per quelli adottati post factum. Il modello ex ante potrà 
essere ritenuto idoneo a prevenire i reati presupposto ipotizzati se si presenta adeguato 
nel momento della strutturazione dello stesso, rispetto alle conoscenze delle specificità 
dell’ente e delle migliori pratiche preventive del momento storico in cui si è operato. 
La logica che muove la direzione ad adottare il modello organizzativo ex post è la 
rimozione delle carenze del sistema di prevenzione dei reati che ha di fatto permesso la 
commissione di un illecito.  
L’adozione successiva alla commissione dell’illecito, come in precedenza già definito, 
perde la sua capacità di esimente l’ente dalla responsabilità amministrativa per assumere 
la funzione di attenuante della portata sanzionatoria connessa al reato commesso. 
In effetti, un modello adottato con una logica ex post, ha lo scopo principale di ripensare 
il sistema preventivo interno che ha permesso la commissione dell’illecito. 
Il momento dell’adozione condizionerà i criteri utilizzati per la valutazione dell’idoneità 
dello stesso. La valutazione sul modello adottato ex post riguarderà la sua capacità di 
eliminare quegli elementi o carenze hanno reso possibile la concretizzazione 
dell’illecito e degli eventi dannosi ad esso connesso116. 
Nel caso di adozione ex post si possono distinguere due situazioni: 
1. Il caso in cui il modello sia adottato prima della dichiarazione di apertura del 
dibattimento di primo grado. In questo caso, a determinate condizioni, consente 
di evitare l’applicazione delle sanzioni interdittive e di ottenere la riduzione 
della sanzione pecuniaria (art. 17 e art. 12 ex D. Lgs. n. 231/2001). In particolare 
non potranno essere applicate all’ente sanzioni interdittive a condizione che lo 
stesso abbia risarcito il danno e restituito il profitto derivante dal reato (art. 17, 
comma 1, lett. b ex D. Lgs. 231/2001). A ciò si aggiunge il vantaggio ulteriore 
della inapplicabilità della sanzione accessoria riguardante la pubblicazione della 
sentenza di condanna (art. 18 ex D. Lgs.  231/2001); 
                                                 
116 Di Geronimo, Responsabilità da reato degli enti: l'adozione di modelli organizzativi post factum ed il 
commissariamento giudiziale nell'ambito delle dinamiche cautelari, in Cassazione penale, I/2004, pag. 261 
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2. il caso in cui il modello venga adottato nei venti giorni dalla notifica dell’estratto 
della sentenza di condanna. Ciò permette di richiedere la conversione delle 
sanzioni interdittive in sanzioni pecuniarie (art. 49 e art. 78 ex D. Lgs. 
231/2001). Il giudice che accerti l’avvenuta esecuzione degli adempimenti 
previsti dall’art. 17 del suddetto Decreto (adozione del modello, risarcimento del 
danno, restituzione del profitto), può convertire la sanzione interdittiva irrogata 
in sanzione pecuniaria117. 
In definitiva l’adozione ex post del modello, purchè tempestiva e a determinate 
condizioni, può permettere:  
a) di escludere l’applicazione delle sanzioni interdittive; 
b) di sospensione e revocare le misure cautelari interdittive già comminate; 
c) di sospendere e convertire le sanzioni interdittive in sanzioni pecuniarie 
prevedendone anche una loro riduzione. 
 
2.4 Il processo di adozione del MOG 231 e la prevenzione dei 
reati ambientali 
 
Dall’analisi congiunta della normativa 231, delle linee guida e dalle pronunce 
giurisprudenziali, è possibile giungere alla determinazione di quelle che possono essere 
definite attività propedeutiche alla costruzione dei modelli 231 distinguendo due fasi 
fondamentali118:  
1. la fase di identificazione dei rischi potenziali: che consiste nell’analisi del 
contesto aziendale allo scopo di individuare le cosiddette “aree sensibili”, ossia 
quelle aree o settori di attività astrattamente a rischio reato 231; 
2. la fase di progettazione del sistema di controllo (con la definizione dei 
“protocolli”), mediante la valutazione del sistema già esistente allo scopo di 
adeguarlo rispetto si rischi individuati e valutati. 
Le fasi su definite devono inserirsi in un processo continuo di adeguamento che tenga 
conto dei cambiamenti del contesto ambientale in cui opera l’impresa opera e che 
coinvolgono anche il sub ambiente normativo (ad esempio introduzione di nuovi reati 
                                                 
117 ABI, Linee guida dell’Associazione Bancaria Italiana per l’adozione di modelli organizzativi sulla responsabilità 
amministrativa delle banche, op. cit. 
118 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, cit., pp. 28-29 
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presupposto 231) e dei cambiamenti dovuti a precise scelte strategiche (ad esempio 
modifiche della struttura organizzativa, apertura di nuove sedi, acquisizioni, ecc.),.  
La necessità di individuare i rischi potenziali, a cui l’impresa potrebbe andare incontro, 
comporta una prima fase di indagine che, concretamente, consiste in un processo di 
reperimento di tutte le informazioni generali sullo stesso (l’attività svolta e le variabili 
del interne ed esterne che ne condizionano il suo operato).  
L’analisi è finalizzata alla definizione delle misure di prevenzione migliori rispetto al 
contesto interno ed esterno avendo cura di definire le possibili modalità con cui 
potrebbero attuarsi i reati nelle differenti aree operative dell’impresa. 
Lo scopo di questa preliminare fase di analisi è quello di individuare i principali rischi 
aziendali, determinante il suo profilo di rischio complessivo, al fine di identificare gli 
strumenti più opportuni per la loro gestione consentendo il raggiungimento degli 
obiettivi strategici. 
Questa prima fase di indagine prenderà avvio da un’analisi documentale che consiste in 
un’analisi delle politiche aziendali, dei regolamenti, dei bilanci, delle procedure interne, 
ecc. Dal punto di vista del settore ambientale, verranno esaminati i manuali e i modelli 
di gestione (laddove presenti), le autorizzazione ambientali (es. Valutazione di Impatto 
Ambientale, Autorizzazione Integrata Ambientale, autorizzazioni scarichi idrici, 
emissioni, stoccaggio rifiuti, pozzi ecc.) i report e le registrazioni di monitoraggi e 
analisi ambientale (es. analisi scarichi idrici, emissioni, rifiuti)119.  
Dopo l’analisi documentale, dovranno essere intervistati tutti i soggetti, apicali e 
subordinati, che gestiscono le funzioni rilevanti per la gestione delle variabili 
ambientali. Non si può costruire un’analisi del rischio realistica ed approfondita se si 
prescinde dalla fase di confronto personale con gli addetti ai lavori. Spesso, infatti, 
l’analisi documentale non è esaustiva delle attività e dei reali rapporti che possono 
generarsi nella quotidianità dell’impresa. 
L’attività di indagine non può prescindere dall’analisi della cultura e della storia, anche 
giudiziaria, per permettere di evidenziare la propensione ad incorrere in rischi ed 
individuare così eventuali debolezze del sistema del controllo interno che potrebbero 
essere alla base della commissione di un reato.  
Con specifico riferimento ai reati ambientali e alla loro particolarità, dovranno essere 
analizzati i processi aziendali di richiesta e ottenimento delle autorizzazioni in materia 
                                                 
119 Per un elenco esaustivo della documentazione da consultare in fare di check-up ambientale si rinvia a G. Catellani, 
Responsabilità da reato delle aziende e ambiente, cit. p.36 
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ambientale nonché la valutazione della relativa validità. Nel processo si dovrà tener 
conto dei procedimenti amministrativi o penali conseguenti ad infrazioni o illeciti 
ambientali e le conseguenza da essi derivanti. 
Dopo questa analisi preliminare e prima di arrivare alla progettazione vera e propria di 
un MOG 231, si dovranno sottoporre a valutazione la struttura organizzativa, 
l’organigramma e le attività operative tipiche, al fine di individuare le diverse aree in 
cui si estrinseca la gestione.  
Lo scopo è quello di individuare le aree più critiche in relazione alle fattispecie di reati 
(rilevanti o meno) ed in base alla peculiare natura delle attività svolte120.  
Si tratta di attivare un’analisi preliminare sull’adeguatezza del sistema di controllo 
interno (SCI) a prevenire i rischi di reato previsti dal Decreto 231 e individuabili nelle 
attività d’impresa. I sistemi di valutazione dell’adeguatezza del SCI sono riconducibili 
alle best practices in materia di corporate governance.  
A tal scopo l’impresa può fare riferimento alle indicazioni dei codici di comportamento 
redatte delle associazioni di categoria, già in precedenza descritti, nonché ai framework 
internazionalmente riconosciuti come l’ERM (Entreprise Risk Management) elaborato 
dal CoSO (Committee of Sponsorint Organizations)121. La prospettiva adottata è quella 
di una visione sistemica del controllo interno che tenga conto di tutte le relazioni 
esistenti tra le diverse componenti, interne ed esterne, al fine di ottenere una valutazione 
il più attendibile possibile. 
 
                                                 
120 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit. 
121 Su iniziativa del settore privato ed in particolare di alcune associazioni professionali, negli Stati Uniti, venne 
costituita la Treadway Commission al fine di elaborare un modello innovativo di sistema di controllo. Il risultato, 
pubblicato nel 1992, venne denominato CoSO Report (Committee of Sponsoring Organizations) che è diventato un 
modello di riferimento utilizzato nella redazione dei codici di autodisciplina delle associazioni di categoria, della 
normativa nazionale ed internazionale in materia di Corporate Governance 
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Nella tabella seguente si propone un confronto tra le componenti di analisi previste dal 
CoSO Report e quanto indicato dal Decreto 231. 
 
Tabella 1: Confronto tra le componenti del CoSO Report e le componenti ex D. Lgs. n. 231 
 
Le componenti del CoSO ERM122 D.Lgs. 231 e linee guida 
Elementi costitutivi 
         Internal Enviroment 
 
comprende i valori aziendali, il codice etico, le 
competenze, lo stile manageriale e le  
responsabilità 
? Codice etico con riferimento ai reati 
considerati 
? Sistema disciplinare 
? Sistema organizzativo 
? Comunicazione e formazione del personale 




? di reporting, che si riferiscono alla 
qualità e alla correttezza delle 
informazioni finanziarie o meno, che 
l’azienda offre al mercato, agli azionisti, 
ai dipendenti, ai fornitori; 
? di conformità 
  
        Event Identification 
 
corretta identificazione di rischi e delle 
opportunità 
Mappatura dei processi a rischio 
         Risk Assessment 
 
valutazione del rischio e identificazione in 
un’ottica di rischio inerente (potenziale) e di 
rischio residuo 
 
Elenco dei rischi potenziali per processo 
         Risk Response 
 
Definizione delle possibili azioni di contenimento 
o contrasto del rischio sulla base della 
propensione al rischio dell’impresa 
Analisi del sistema dei controlli preventivi 
        Control Activities 
 
stabilire e comunicare le politiche e le procedure 
definite nella fase precedente 
? Sistema dei controlli preventivi 
? Suddivisione dei compiti: poteri autorizzativi 
di firma 
? Enfasi sui controlli dei processi di tesoreria 
(creazione e impiego di fondi) 
? Documentazione dei controlli 
        Information & Comunication 
 
 
Procedure manuali ed informatiche 
 
          Monitoring  
 
conclude il processo di ERM e consente di 
individuare le opportune correzioni. 
? Sistema di controllo di gestione 
? Organo di vigilanza 
 
                                                 
122 Il COSO Report di controllo interno è stato integrato dall’Associazione Italiana Internal Auditors e 
PriceWaterhauseCoopers ed è divenuto COSO ERM nel 2004 5Cfr. PriceWaterhouse Coopers, Il sistema di 
controllo interno. Un modello integrato di riferimento per la gestione dei rischi aziendali, Il Sole 24 Ore, Milano, 
2004, p. 19 
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Dal confronto si evince che i componenti individuati dal CoSO Report possano essere 
trasposti e adottati in un “ottica 231”, ossia impostate in base agli obiettivi dettati dal 
Decreto 231, mantenendo un importante riferimento operativo per l’impostazione del 
processo di analisi interna. 
Ciò si rende necessario, in particolare, con riferimento alle operations che devono 
essere considerate in una logica di efficacia ed efficienza e analizzate in base ai rischi 
dettati dal Decreto 231/2001123. 
Solo in seguito all’analisi preliminare e alla valutazione del sistema di controllo interno, 
si provvederà alla definizione del MOG che passa attraverso la determinazione di un 
sistema di controllo preventivo a partire da quello già esistente, valutandone la necessità 
di un eventuale adeguamento alla luce dei risultati delle analisi condotte (Gap 
Analysis)124. 
 
2.4.1 Le fasi di costruzione del MOG 231 
 
La costruzione di un MOG 231 rappresenta un processo complesso, che richiede lo 
svolgimento di numerose attività. In un’ottica complessiva di analisi e successiva 
attuazione adeguata del modello 231, sembra utile descrivere il processo suddetto 
scomponendolo in tre momenti rilevanti: 
1. la fase di analisi, mappatura dei rischi e costruzione del MOG che 
comprendono le seguenti attività: 
• l’attività di check-up iniziale dei processi dell’ente; 
• la valutazione del Sistema di Controllo Interno (SCI); 
• le attività di risk assessment e risk management; 
• la definizione di principi e procedure di controllo; 
• l’elaborazione del codice etico e del sistema disciplinare. 
Il processo su descritto permette di agire in termini di compliance integrata, 
costruendo un sistema di gestione del rischio globale d’impresa. 
                                                 
123 A cura del Gruppo di lavoro “D.Lgs. 231/2001 ed enti non profit”, Il modello 231/2001 per gli enti non profit: 
una soluzione per la gestione dei rischi, CNDCEC, Ottobre 2012, p. 45 
124 Per approfondimenti sul sistema di controllo interno si veda: Price Waterhouse Coopers (a cura di), Il sistema di 
controllo interno. Un modello integrato di riferimento per la gestione dei rischi aziendali, Il Sole 24 Ore, 2006, L. 
Marchi, Revisione aziendale e sistemi di controllo interno, Giuffrè, Milano, 2008, G. D’Onza, Il sistema di controllo 
interno nella prospettiva del risk management, Giuffrè, Milano, 2008 
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Nelle prime fasi di analisi vengono verificati il sistema e le procedure di 
controllo interno al fine di identificare eventuali carenze e aree di miglioramento 
nelle attività di prevenzione dei rischi.  
Alla fine delle attività suddette si giunge alla determinazione di un documento di 
sintesi, che sarà sottoposto all’analisi e alla delibera da parte dell’organo 
dirigente. Il documento ottenuto costituirà il riferimento formale usato nella fase 
successiva di realizzazione del MOG e sarà costituito da una parte generale e da 
più parti speciali. La parte generale è solitamente dedicata al richiamo alla 
normativa, D. Lgs. n. 231/2001 e norme collegate. Questa descriverà la storia 
dell’impresa, la sua struttura in termini di assetti societari, l’organigramma, 
nonché il metodo seguito per la formulazione del risk assessment. 
Le parti speciali sono invece destinate all’esplicitazione delle esigenze dei 
singoli aspetti della normativa 231 e quindi ai singoli reati; al sistema 
sanzionatorio previsto, all’enunciazione del codice etico, al regolamento di 
funzionamento dell’Organismo di Vigilanza e alle modalità di implementazione 
del modello stesso così come indicato nel documento. 
La parte speciale ambientale, in particolare, sarà costituita dalla descrizione delle 
specificità delle aree a rischio di reati ambientali (processi sensibili) e dalle 
azioni volte alla mitigazione del rischio di commissione degli stessi. Saranno 
presenti gli indicatori di prestazione ambientale (es. distanza dai valori limite 
allo scarico per le sostanze pericolose), i dati delle verifiche periodiche 
sull’applicazione delle prescrizioni ambientali e delle procedure adottate, le 
modalità con cui sono trattate le violazioni e gli scostamenti dalle procedure 
adottate e l’applicazione degli  interventi correttivi. Tutto ciò sarà corredato dai 
flussi informativi da e verso l’Organismo di Vigilanza e dall’indicazione delle 
sanzioni previste relativamente ai comportamenti violanti la gestione ambientale. 
 
2. la fase di attuazione: le attività su descritte costituiscono la base per la 
definizione del piano di implementazione del modello. In particolare 
assumeranno rilievo i contenuti, le responsabilità e le azioni correttive 
identificate nelle attività di Risk assessment e di Gap Analysis. Una volta redatto 
il Documento di Sintesi del Modello di organizzazione e gestione, questo dovrà 
essere approvato dal Consiglio di Amministrazione (organo direttivo) a cui 
spetta anche la responsabilità di nominare l’Organismo di Vigilanza. È la fase in 
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cui il MOG ottiene concreta attuazione mediante il processo di miglioramento di 
specifiche attività. Si tratta, in particolare, di adeguare la struttura organizzativa 
definita per garantire una chiara ed organica attribuzione dei compiti evitando 
che comportamenti scorretti possano aggirare la politica dell’ente. 
Ciò comporta l’assegnazione dei poteri autorizzativi e di firma in coerenza con 
le responsabilità organizzative e gestionali definite, nonché la formalizzazione 
delle procedure aziendali manuali ed informatiche (protocolli) al fine di 
regolamentare lo svolgimento delle attività.  
È questa un’altra fase cruciale in cui assumono rilievo le modalità di gestione 
delle risorse finanziarie, finalizzate ad impedire la commissione dei reati, e le 
modalità scelte per la comunicazione del modello elaborato. 
La corretta ed efficace applicazione del MOG, infatti, passa attraverso la 
diffusione dello stesso all’interno e all’esterno dell’azienda, a tutti coloro che 
siano tenuti a rispettarlo, siano essi dipendenti o collaboratori. Infine, per 
garantire un più alto grado di coinvolgimento del personale occorre prevedere 
specifiche attività di formazione. 
 
3. la fase di monitoraggio: L’obiettivo di questa fase, successiva e continua 
rispetto all’adozione del modello, è quello di garantirne il costante 
aggiornamento in modo che risulti adeguato rispetto alla specifica struttura 
organizzativa dell’ente, ai mutamenti del contesto competitivo ed alle modifiche 
della normativa di riferimento. L’Organismo di vigilanza avrà il compito di 
curare l’aggiornamento del modello, garantendone l’adeguatezza sotto il profilo 
della solidità e della funzionalità, e che risponda in maniera sostanziale e 
concreta all'analisi e valutazione del rischio reato125. A tale scopo è utile 
introdurre indicatori, strumenti di misurazione e di analisi continua sul MOG. In 
effetti il processo di gestione del rischio non può essere statico ma dovrà tener 
conto dei cambiamenti occorsi. 
Le imprese che si prefiggono l’obiettivo di gestire preventivamente i reati ambientali 
previsti dall’art. 25-undecies, dovranno seguire il medesimo processo indicato. Si dovrà 
dunque procedere126:  
                                                 
125 CNDCEC, a cura del Gruppo di lavoro “D.Lgs. 231/2001 ed enti non profit”, Il modello 231/2001 per gli enti non 
profit: una soluzione per la gestione dei rischi, Ottobre 2012, pagg. 64-65 
126 A. Merlin, Tutela Illeciti ambientali nella disciplina “231”: riflessioni per le imprese, op. cit. 
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1. alla definizione degli obiettivi ambientali del modello di prevenzione; 
2. ad individuare i destinatari del modello, ossia indicare tutti i soggetti coinvolti 
nella definizione, nell’attuazione e successivamente nel monitoraggio 
specificandone la posizione gerarchica e le funzioni da svolgere; 
3. a definire specifiche protocolli di gestione per la prevenzione dei reati; 
4. a stabilire procedure di gestione delle risorse finanziarie (politica ambientale, 
budget, delega di funzioni); 
5. a definire un sistema di informazione tale da garantire un flusso continuo e 
tempestivo dei dati e delle registrazioni;  
6. a prevedere un chiaro un sistema disciplinare dandone opportuna comunicazione 
a tutti i soggetti coinvolti; 
7. ad adottare il MOG previa deliberazione dell’organo dirigente [art. 6, comma 1, 
lettera a) del D.Lgs. n. 231/2001];  
8.  a nominare uno specifico organo di vigilanza sul modello;  
9. a prevedere specifici e differenziati momenti di formazione a tutti i soggetti che 
operano all’interno dell’ente. 
La prevenzione dei reati ambientali nel MOG 231 va ad integrare il modello laddove già 
esistente nell’impresa, mediante un’opportuna analisi di rischio facendo assumere una 
valenza più ampia allo strumento adottato. 
 
2.4.2 I processi di Risk Management e di Risk assessment 
 
Il Risk Management è un processo che ha lo scopo di strutturare un piano di gestione dei 
rischi aziendali coerentemente con gli obiettivi strategici prefissati coinvolgendo 
l’impresa nel suo complesso127. Può essere definito come l’insieme di processi, 
sistemativi e pianificati, orientati all’adozione di strategie e metodologie che 
minimizzano il rischio e quindi la probabilità di un danno successivo al verificarsi di un 
                                                 
127 L’Enterprise Risk Management (ERM): definisce il sistema di gestione del rischio come un processo, posto in 
essere dal consiglio di amministrazione, dai dirigenti e da altri operatori della struttura aziendale, utilizzato per la 
formulazione delle strategie in tutta l’organizzazione, progettato per individuare eventi potenziali che possono 
influire sull’attività aziendale, per gestire il rischio entro i limiti del c.d. ‘rischio accettabile’ e per fornire una 
ragionevole sicurezza sul conseguimento degli obiettivi aziendali. L’ERM è finalizzato al conseguimento degli 
obiettivi aziendali di tipo: strategico, di natura generale e definiti ai livelli più elevati della struttura organizzativa e a 
supporto della missione aziendale; operativo, circa l’impiego efficace ed efficiente delle risorse aziendali; di 
reporting, riguardano l’affidabilità delle informazioni ottenute; di compliance, circa l’osservanza delle leggi e dei 
regolamenti in vigore 
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evento128. Nel processo di Risk Management l’impresa si configura come un sistema di 
rischi, generale e specifici, che emergono a seconda degli ambiti operativi che la 
caratterizzano e che devono essere approntati in una logica globale secondo però le 
specifiche indicazioni della normativa 231. 
La loro individuazione permette di gestirli opportunamente aumentando la capacità 
dell’impresa di raggiungere i propri obiettivi di medio-lungo termine. 
Le principali tecniche di identificazione del rischio utilizzate nell’ambito dei processi di 
risk management si basano su interviste con persone di funzione apicale, check-list 
documentali, what if- analysis129.  
 
Figura 3: Il processo di risk management 
 
 
Fonte: Linee Guida per la costruzione di modelli di organizzazione, gestione e controllo, ai sensi del 
decreto legislativo 8 giugno 2001, n. 231, op. cit. 
 
Il risk assessment rappresenta il perno su cui si fonda il processo di risk management e 
consiste nell’analisi e nella valutazione dei rischi individuati e dei relativi impatti 
sull’impresa.  
È una metodologia di autovalutazione dei rischi, adottata dal management, orientata ad 
identificare e misurare i rischi che possono ostacolare il raggiungimento degli obiettivi 
prefissati mediante lo sviluppo di idonee strategie di prevenzione, con particolare 
attenzione a quelle aree segnalate a rischio significativo. 
                                                 
128 I concetti di risk assessement e risk management sono richiamati dal documento CoSO II e dalla circolare 
83607/2012 della GdF. Il risk assessment secondo il «Modello» ex D.Lgs. n. 231/2001, di A. Pesenato, E. Pesenato, 
Amministrazione & Finanza, 2/2013, p. 31 
129 CNDCEC, a cura del Gruppo di lavoro “D.Lgs. 231/2001 ed enti non profit”, Il modello 231/2001 per gli enti non 
profit: una soluzione per la gestione dei rischi, op. cit., p. 45 
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Si tratta di attività che l’IIA (Institute of Internal Auditors) definisce come Control Risk 
Self Assessment e che consistono in un “approccio di team, fattuale, strutturato, analitico 
e facilitato, che utilizza le competenza di esperti”. È la stessa norma 231 a segnalare la 
rilevanza di un’analisi preliminare alla gestione del rischio (art. 6, comma 2, lett. a)130. 
Le attività di risk assessment verranno strutturate sulla base delle informazioni ottenute 
in fase preliminare e consisteranno nella131: 
• mappatura delle attività a rischio e nell’attribuzione della significatività dello 
stesso; 
• individuazione dei fattori di rischio; 
• valutazione e attribuzione del livello di rischio; 
• classificazione delle attività in base al rischio potenziale assegnando a ciascuna 
un valore di probabilità e un valore di impatto (con la determinazione del rischio 
inerente e rischio residuo).  
Le attività di risk assessment possono seguire l’approccio per aree aziendali o  per 
processi. L’approccio per processi è da preferirsi poiché permette di utilizzare la stessa 
logica alla base dei diversi sistemi di gestione (qualità, ambiente e sicurezza) 
agevolando, in questo modo, la creazione di flussi di comunicazione trasversali allo 
scopo di avere una gestione globale ed univoca di tutte le attività. 
Qualunque sia la scelta attuata, le attività verranno poi formalizzate in un documento di 
sintesi che dovrà permettere una facile comprensione della metodologia utilizzata e dei 
risultati ottenuti e che verrà sottoposto ai vertici dell’ente per apportare eventuali 
modifiche o correzioni prima di passare alla predisposizione dei protocolli132. 
È opportuno sottolineare come il D.Lgs. n. 152/2006 e di conseguenza il D. Lgs. 
231/01, non prevedono la sistematica valutazione del rischio ambientale.  
L’unica eccezione è rappresentata dalla cosiddetta Seveso (D. Lgs. n. 334/1999), che 
rappresenta una normativa di raccordo tra l’ambiente e la sicurezza133.  
                                                 
130CNDCEC, a cura della Commissione compliance aziendale, Osservazioni in merito alla realizzazione di un 
modello di organizzazione gestione e controllo, documento n.3, 17 giugno 2009, pp. 9-10 
131 A. Pesenato, E. Pesenato, Il risk assessment secondo il «Modello» ex D.Lgs. n. 231/2001, Amministrazione & 
Finanza, 2/2013, p. 31 
132 G. Catellani, Responsabilità da reato delle aziende e ambiente,op. cit., p. 39 
133 G. Catellani, Responsabilità da reato delle aziende e ambiente. Modelli organizzativi e gestionali ex D.Lgs. 
231/2001 e 121/2011, Ipsoa, 2013, p.35, M. Settis, Le ricadute dell’apparato sanzionatorio sul sistema produttivo: 
aspetti gestionali e modelli organizzativi ex D.Lgs. n. 231/2001, in Trattato di diritto penale dell’impresa,Vol. XI, 
Padova, 2011, pp. 945-947 
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In concreto, per l’ambiente, manca la richiesta espressa di redazione di un documento 
obbligatorio di valutazione del rischio così come invece è prevista in materia di 
sicurezza (dell’art. 28 del T.U. n. 81/2008).  
 
Mappatura dei rischi di reato 
 
La prima fase di risk assessment consiste nell’analisi dei risultati delle attività di 
indagine preliminare sul contesto operativo d’impresa.  
Dopo aver identificato i responsabili dei processi e delle attività potenzialmente a 
rischio si dovrà procedere all’elencazione di tutti i rischi nell’ambito del Decreto 231. 
Partendo dall’analisi del contesto operativo si evidenzieranno le aree o i settori di 
attività in cui si potrebbero astrattamente verificare illeciti. Dopo aver creato una mappa 
delle aree sensibili si dovranno indicare anche le possibili modalità di attuazione dei 
reati nelle stesse. La mappatura consentirà di evidenziare il processo a cui appartiene 
l’attività a rischio, i reati potenziali associabili e la tipologia del rischio associato.  
L’attività di “mappatura” si concluderà con l’associazione tra le aree a rischio 
individuate e le modalità di attuazione dei reati.  
La Relazione di accompagnamento al Decreto 231, nel commento all’art. 6 della norma, 
menziona le attività di valutazione in ordine all’allocazione del rischio-reato. 
Ciò chiarisce che la costruzione del MOG non deve limitarsi all’individuazione delle 
aree più sensibili, nelle diverse unità organizzative, ma che a queste sia assegnato un 
opportuno livello di significatività in termini di rischio associato.  
La mappatura chiaramente dovrà essere il risultato di una serie di attività di valutazione 
specifica ed esaustiva dell’ente e non meramente descrittiva o ripetitiva del dettato 
normativo134.  
Con riferimento ai modelli predisposti successivamente alla commissione del reato, la 
mappatura dovrà essere sempre specifica ed attenta ai profili dell’attività aziendale ma 
con una particolare attenzione alle aree in cui si è verificato il reato, definendo le azioni 
correttive calibrandole sulle carenze organizzative individuate. 
 
                                                 
134 Secondo le indicazioni dettate dal Trib. Roma ordinanza del 4 aprile 2003 e Trib. Milano ordinanze del 20 
settembre e del 9 novembre 2004  
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Figura 4: Matrice delle aree sensibili 
 
Fonte: Consiglio nazionale dei dottori commercialisti e degli esperti contabili, a cura della Commissione 
compliance aziendale, Osservazioni in merito alla realizzazione di un modello di organizzazione gestione 
e controllo, op. cit., p. 16 
 
La misurazione del rischio 
 
Il rischio è connaturato all’operato delle imprese nelle differenti accezioni per cui andrà 
valutato rapportandolo al contesto di analisi135. La sua valutazione consiste nella 
misurazione dell’incidenza di un evento potenziale sul conseguimento degli obiettivi, 
svolta a tutti i livelli di responsabilità dell’impresa, mediante una approfondita analisi 
interna e esterna. La misura della pericolosità di un evento è determinato dalla seguente 
formula:  
R = P x I 
 
Dove P rappresenta la probabilità di accadimento di un evento e I l’impatto, inteso 
come conseguenze che ha generato. Il risultato finale della misurazione è dato dalla 
combinazione di queste due variabili. 
Valutare il rischio tenendo conto della probabilità e dell’impatto consente al 
management di organizzare le rilevazioni secondo una scala di priorità al fine di poter 
gestire e pianificare gli interventi da attuare. 
La corretta valutazione della probabilità di accadimento di un evento è legata 
all’efficace funzionamento del SCI e quindi alla presenza o meno di procedute atte ad 
individuare e prevenire il rischio di accadimento di quel reato specifico.  
Nella definizione di un MOG 231 può considerarsi rischio qualsiasi variabile o fattore 
che, nell’ambito dell’impresa, possa incidere negativamente sul raggiungimento degli 
obiettivi indicati dal Decreto 231 ossia la prevenzione dei reati previsti. 
                                                 
135 Il rischio scaturisce dall’accostamento di due fenomeni, oggettivo il primo, soggettivo il secondo: il mutevole 
manifestarsi degli eventi e l’incapacità umana di prevedere mutamenti. Esso si fonda generalmente su una duplice 
possibilità: a) che un certo fenomeno si manifesti; b) che, manifestandosi, non abbia i requisiti ipotizzati in sede di 
formulazione di piani. Presenta pertanto una problematica complessa nella quale si compendiano elementi di 
opposta natura. U. Bertini, Introduzione allo studio dei rischi nell’economia aziendale, Giuffrè, Milano,1987, p. 10 
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Per gestire opportunamente il rischio 231 occorre fare un’importante distinzione tra il 
rischio inerente e quello residuo.  
Il rischio inerente è quello connaturato alla specifica attività svolta. In questo caso 
l’impresa non si è ancora attivata per modificare la probabilità e l’impatto di un evento 
per cui si può parlare di rischio lordo mentre, il rischio residuo, è quello che resta da 
gestire dopo aver attivato il sistema di controllo interno136. Nelle attività di risk 
assessment il concetto di rischio utilizzato è quello di rischio inerente o potenziale delle 
singole attività svolte (si tratta del rischio connaturato alla tipicità di una determinata 
attività svolta dall’impresa).  
La formula definita per l’identificazione di tale rischio è: 
 
OR = IR x CR 
 
La misura dell’intensità del rischio di un determinato evento (occurrence risk) è il 
risultato del prodotto tra l’intensità del rischio a cui è esposta una specifica attività 
(inherent risk o rischio lordo) per la probabilità che i sistemi di controllo interni siano in 
grado di individuare e mitigare i rischi rilevati (control risk)137. 
La sua valutazione dovrà effettuarsi in base alla validità del sistema del controllo 
interno a fronteggiare il rischio individuato. Ne segue il calcolo del rischio residuo 
(rischio netto) ossia il rischio che residua dopo aver attivato il sistema di controllo 
interno. 
La mappatura si conclude con un giudizio sintetico di misurazione che consiste 
nell’assegnazione di un valore alle categorie di rischio identificate. Si procederà ad 
assegnare un peso in base alla probabilità di accadimento e alla gravità dell’impatto che 
il reato potrebbe avere in termini economici o anche di immagine sull’impresa. la figura 
successiva rappresenta un esempio di assegnazione della significatività ai rischi 
individuati.  
 
                                                 
136 Istituto di Ricerca dei D C E C, a cura della Commissione di studio “Compliance aziendale”, La responsabilità 
amministrativa delle società e degli enti ex d.lgs. 231/2001. Gli ambiti di intervento del commercialista, settembre 
2012, p. 26 
137 S. Corbella, I Modelli 231: la prospettiva aziendale. Una proposta interpretativa nel quadro della New 
Institutional Theory, Franco Angeli Edizioni, 2014, p. 29-30 
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Figura 5: Matrice per la classificazione del rischio 
 
Fonte: A. Pesenato, E. Pesenato, D. Lgs. 231/2001: Risk Approach e mappatura dei rischi, Contributo tratto da 
Manuali Wki – Ipsoa, Organismo di vigilanza ex. D.Lsg. 231/2001. Con CD-ROM, Manuale dell’ Organismo di 
Vigilanza,  V Edizione 2015 
 
I valori individuati con il colore verde indicano un rischio trascurabile, quelli 
evidenziati in giallo rappresentano un rischio basso, quelli con il colore arancione sono 
associato ad un rischio medio ed infine quelli con il colore rosso sono ad alto rischio. 
 
Figura 6: La classificazione del rischio 
 
 
Fonte: A. Pesenato, E. Pesenato, D. Lgs. 231/2001: Risk Approach e mappatura dei rischi, op. cit.  
 
Effettuata la valutazione del rischio, il gruppo di lavoro dovrà stabilire se tale livello è 
accettabile o se è necessario adottare misure ulteriori, al fine di ricondurre il rischio ad 
un livello predefinito138. 
La valutazione del rischio reato può essere effettuata anche utilizzando un approccio 
tridimensionale, al fine di determinare il risk priority number (o indice di priorità del 
rischio IPR). Tale indice è il risultato del prodotto tra la gravità del reato G, la 
probabilità P; l’effettività dei controlli di fronteggiare il rischio R. 
 
IPR = G x P x R 
                                                 
138 Istituto di Ricerca dei D C E C, a cura della Commissione di studio “Compliance aziendale”, La responsabilità 
amministrativa delle società e degli enti ex d.lgs. 231/2001. Gli ambiti di intervento del commercialista, settembre 
2012, p. 26 
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Tabella 2: Schema di analisi attività e misurazione del rischio associato 
 
Fonte: CNDCEC, a cura del Gruppo di lavoro “D.Lgs. 231/2001 ed enti non profit”, Il modello 231/2001 per gli enti 
non profit, op. cit.,p. 55 
 
 
As is analysis, Gap analysis e Risk response 
 
La As is analysis rappresenta l’output di tutte le attività viste in precedenza ed ha lo 
scopo di individuare le azioni correttive necessarie a far raggiungere un livello 
accettabile al rischio residuo individuato139.  
 
Tabella 3: Riepilogo delle attività previste nella as is analysis 
 
 
Fonte: CNDCEC, a cura del Gruppo di lavoro “D.Lgs. 231/2001 ed enti non profit”, Il modello 231/2001 
per gli enti non profit: una soluzione per la gestione dei rischi, op. cit., p.56 
 
                                                 
139 S. Di Diego,G. Gentili, Modello organizzativo 231 e sicurezza sul lavoro, Maggioli Editore, gennaio 2014, p. 69 
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Determinato il rischio residuo occorrerà minimizzarlo (attività di risk reduction/risk 
mitigation) mediante l’adozione di tutte le misure idonee ad incidere, congiuntamente o 
disgiuntamente, sui due fattori determinanti che sono la probabilità di accadimento 
dell’evento dannoso e l’impatto che questo può avere in termini di effetti dannosi140. 
Nella scelta della migliore risposta al rischio è necessario tener presente il concetto di 
livello di rischio accettabile. Il D. Lgs. n. 231/2001 enfatizza il concetto di rischio 
accettabile, che diventa il parametro di riferimento per la determinazione delle misure 
quantitative e qualitative di prevenzione da introdurre nel sistema dei controlli destinati 
ad evitare la commissione dei reati-presupposto141. 
Il concetto di rischio accettabile viene proposta dalle Linee guida di Confindustria che 
lo definiscono come quel livello di rischio per cui i controlli aggiuntivi “costano” più 
della risorsa da proteggere. Ciò implica che una volta superata questa soglia le attività 
di prevenzione aggiuntive non sono economicamente convenienti.  
Secondo la dottrina aziendalistica il livello di adeguatezza delle azioni poste in essere ai 
fini preventivi devono tener conto di una valutazione costi/benefici. In un’ottica di 
economicità della gestione, la definizione di questa soglia si rende necessaria per evitare 
di appesantire eccessivamente il sistema preventivo con attività di controllo che 
risulterebbero inutili, ridondanti e che non porterebbero al risultato sperato di 
azzeramento del rischio. 
Nella fissazione di tale soglia i vertici aziendali terranno conto della propensione al 
rischio dell’impresa e la valutazione tra i costi derivanti dalle attività di controllo con gli 
oneri a cui si andrebbe incontro in caso di comportamento illecito.  
Tale decisione è fondamentale poiché definisce il parametro su cui si costruiranno le 
successive azioni di risk response da attuare. 
Solo dopo la qualificazione del rischio residuo infatti si potrà procedere con la 
previsione di specifici protocolli e meccanismi di controllo atti a ridurne la portata 
dannosa o la probabilità di accadimento142. È questa la fase di confronto con i dati di 
sintesi delle attività di mappatura delle aree a rischio e della valutazione della situazione 
attuale (che costituiscono di fatto la as-is analysis) con il livello di riferimento, di 
                                                 
140 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, cit, p. 28 
141 Gruppo di studio 231, a cura di, L’organismo di vigilanza: linee guida, Coordinamento scientifico, ODCEC 
Torino, settembre 2011 
142 A cura del Gruppo di lavoro “D. Lgs. 231/2001 ed enti non profit”, Il modello 231/2001 per gli enti non profit, op. 
cit., p. 60 
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efficacia ed efficienza dei protocolli di prevenzione e controllo, ritenuto ottimale (si 
passa alla to-be analysis e gap analysis). 
 
La gap analysis consiste nell’individuazione dell’eventuale gap tra quanto si è 
riscontrato nella realtà operativa e il riferimento ad un modello di funzionamento 
ottimale dei sistemi di prevenzione interni, in modo da effettuare le opportune 
correzioni. Valutata l’esposizione al rischio si deve infatti intervenire in quelle aree in 
cui il limite prefissato di accettabilità sia stato superato individuando gli interventi 
idonei da adottare (Risk response)143: 
• evitare (risk avoidance): in questo caso occorrerebbe eliminare le attività da cui 
nasce il rischio; 
• mitigare (risk reduction/mitigation): mediante l’adozione di azioni che riducano 
il rischio, agendo sulla probabilità di accadimento, sull’impatto o su entrambi, 
per portarlo al di sotto della soglia di accettabilità; 
• trasferire (risk transferring/sharing): in questo caso il management cerca di 
ridurre il rischio condividendolo/trasferendolo in capo a terzi, ad esempio 
prevedendo forme di esternalizzazione di alcune attività; 
• accettare (risk acceptance): è il caso in cui l’ente non intraprende nessuna 
azione per eliminare o ridurre il rischio per cui ne accetta le conseguenze. 
Come già evidenziato in precedenza, la logica economica, nel sistema di prevenzione 
dei reati 231, non può essere l’unico riferimento per la definizione di un livello di 
rischio accettabile. In effetti, sia le Linee Guida di Confindustria sia le Linee Guida 
della Commissione Compliance del CNDCEC, definiscono due ulteriori parametri di 
riferimento che si sostanziano: 
1. nell’elusione fraudolenta del modello da parte dei soggetti apicali (reati dolosi); 
2. nella realizzazione di una condotta in violazione del modello organizzativo di 
prevenzione nonostante l’osservanza degli obblighi di vigilanza dell’Organismo 
di Vigilanza (reati colposi). 
L’identificazione e la valutazione dei rischi dovranno essere attività costantemente 
svolte e riguardare non solo la fase iniziale di implementazione del MOG ma tutte le 
situazioni in cui si i verifichino variazioni dei processi, di prodotto o del contesto e in 
                                                 
143 S. Di Diego, G. Gentili, Modello organizzativo 231 e sicurezza sul lavoro, Maggioli Editore, 2014 , p. 66 
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generale quando si presenti la necessità /volontà di verificare l’efficacia del Modello da 
parte dell’OdV (monitoraggio del MOG). 
 
 
2.4.3 Elaborazione di protocolli e procedure di controllo 
 
A partire dalle evidenze dei processi di analisi e misurazione dei rischi, si dovranno 
identificare misure preventive e correttive. Si passa così alla fase di 
procedimentalizzazione delle attività consistente nella stesura di protocolli di condotta 
volti a disciplinare e regolamentare le attività sensibili. I protocolli dovranno essere 
strutturati in modo da prevedere chiaramente: le situazioni nelle quali si sostanzierà il 
rischio reato, i soggetti responsabili, il comportamento che i soggetti interessati 
dovranno tenere per minimizzare il rischio di commissione del reato144. 
Si tratta di progettare quelli che il Decreto 231 definisce specifici protocolli diretti a 
programmare la formazione e l’attuazione delle decisioni dell’ente in relazione ai reati 
da prevenire145. Tali protocolli di condotta dovranno ispirarsi ai citati principi di 
trasparenza ed efficienza146. 
Il Decreto non detta alcuna disposizione specifica in riferimento alle modalità di 
redazione ed al loro contenuto per i quali si demandato alla Associazioni di categoria il 
compito di definirne un riferimento. 
Anche in questo caso, la definizione delle procedure e dei protocolli seguirà una logica 
customizzata, di aderenza alla realtà operativa dell’impresa. 
Le Linee Guida di Confindustria individuano i principi di controllo come il punto di 
riferimento per la costruzione e l’attuazione poi delle procedure ed in particolare si 
individuano tre principi di controllo fondamentali147: 
• principio della tracciabilità, in base al quale ogni operazione, transazione, 
azione deve essere: verificabile, documentata, coerente e congrua. Ciò significa 
che ogni iniziativa dovrà essere caratterizzata da un adeguato supporto 
                                                 
144 Confindustria Assoconsult, Linee guida per l’elaborazione di modelli organizzativi ex d.Lgs. N. 231/01, op. cit., p. 
26 
145 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit. 
146 Confindustria Assoconsult, Linee guida per l’elaborazione di modelli organizzativi ex d.Lgs. N. 231/01, op. cit., p. 
25 
147Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit , A. De 
Vivo, R. De Luca, C. De Luca, Il professionista e il D. Lgs. 231/2001, Il modello esimente tra strumenti operativi e 
corporate governance,  IPSOA, Milano, 2012  
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documentale che favorisca i controlli e garantisca l’opportuna evidenza delle 
operazioni; 
• principio della segregazione delle attività, che afferma che nessuno può gestire 
in autonomia un intero processo. Le attività di cui esso si compone, infatti, non 
devono essere interamente assegnate allo stesso soggetto, ma suddivise tra più 
attori. In base a tale principio, dunque, è opportuno strutturare le procedure 
aziendali in modo tale da garantire la separazioni tra le fasi di decisione, 
autorizzazione, esecuzione, registrazione e controllo delle operazioni riguardanti 
le attività aziendali e, più specificatamente, quelle ritenute sensibili; 
• principio della supervisione, che riguarda principalmente l’Organismo di 
Vigilanza: la sua attività di supervisione e l’effettuazione delle verifiche di sua 
competenza deve essere documentata ed attestata dal sistema di controllo. 
Si dovranno predisporre protocolli specifici intesi come presidi autorizzativi, sistemi 
decisionali e procedure operative, in grado di mitigare il rischio di commissione di 
reati, riducendo la probabilità che essi si verifichino e l’impatto connesso alla loro 
eventuale realizzazione148. Tra queste assumono rilevanza le procedure, le “schede di 
evidenza” delle attività, la separazione dei compiti, la loro chiara definizione insieme 
all’attribuzione dei potei, l’enunciazione del codice etico e la previsione di un sistema 
sanzionatorio149. 
Con riferimento a quanto disposto dall’art. 25-undecies, D.Lgs. n. 231/2001, le regole 
comportamentali tese ad evitare la commissione di tali reati sono già contenute nel 
D.Lgs. n. 152/2006 e in altre norme correlate a contenuto tecnico. 
 
Poteri di gestione di deleghe e firma 
 
Nella definizione delle regole di condotta sicuramente rilevante è la chiara 
individuazione dei soggetti coinvolti nella gestione così come la corretta attribuzione 
dei relativi poteri di gestione e di firma. 
Lo scopo è quello di evitare sovrapposizioni di ruoli, di competenze e un’eccessiva 
concentrazione dei poteri decisionali in capo a pochi individui definendo una 
attribuzione dei poteri per ciascuna funzione aziendale. Allo stesso scopo si dovranno 
                                                 
148 Istituto di ricerca dei Dottori commercialisti e degli esperti contabili, a cura di, L’adozione dei modelli di 
organizzazione e gestione ex d.lgs. n. 231/2001 tra obbligo e opportunità, Circolare n. 26, 10 novembre 2011, p. 11 
149 G. D’Onza, Il sistema di controllo interno nella prospettiva del risk management, Milano, Giuffrè ,2008, p. 227 
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evitare condizioni di vuoti di potere attribuendo deleghe di potere di gestione e di 
rappresentanza in modo formalmente corretto al fine di garantire un’efficace funzione di 
sorveglianza. 
 
2.4.4 Elaborazione del codice etico e del sistema disciplinare 
 
Un importante momento per l’impresa è la redazione del codice etico che racchiude in 
sé i valori essenziali e le convinzioni, da cui discenderanno gli impegni e le azioni 
concrete (politiche) orientate alla dissuasione dei comportamenti illeciti al proprio 
interno. Il Codice etico appresenta l’unico documento che deve essere sempre presente 
in caso di adozione del modello esimente, indipendentemente dalla dimensione 
dell’impresa e indipendentemente dagli strumenti di corporate governance utilizzati.  
Il codice etico rappresenta un documento ufficiale, di comunicazione all’interno e 
all’esterno dell’impresa, che ha lo scopo di creare rapporti fiduciari con tutti gli 
stakeholders, uniformandone i comportamenti al rispetto delle norme e ai propri 
principi150. È un documento che deve essere approvato dal vertice aziendale e che deve 
essere condiviso e partecipato da tutti i soggetti interni, al fine di creare un clima 
consapevole e di pieno coinvolgimento con quanto definito.  
La sua rilevanza è evidenziata dallo stesso Decreto 231151. Anche in questo caso non 
esiste un modello che sia valido in assoluto perché è opportuno che venga costruito 
avendo cura di analizzare le peculiari esigenze, i valori dell’ente e soprattutto gli ambiti 
operativi dello stesso.  
Le Linee Guida di Confindustria indicano un contenuto minimo che il codice etico deve 
contenere in relazione ai presupposti ex D. Lgs. n. 231/2001.  
In particolare deve contenere: 
• l’impegno espresso al rispetto di leggi e regolamenti vigenti in tutti i paesi in cui 
opera; 
                                                 
150 Il codice etico può definirsi come l’insieme dei diritti e dei doveri morali di ciascun soggetto che partecipa 
all’organizzazione aziendale, Gruppo di studio 231, a cura di, L’organismo di vigilanza: linee guida, Coordinamento 
scientifico, ODCEC Torino, settembre 2011, p.13 
151 Art. 6, comma 3, Decreto 231/2001: I modelli di organizzazione e di gestione possono essere adottati, garantendo 
le esigenze di cui al comma 2, sulla base di codici di comportamento redatti dalle associazioni rappresentative degli 
enti, comunicati al Ministero della giustizia che, di concerto con i Ministeri competenti, può formulare, entro trenta 
giorni, osservazioni sulla idoneità dei modelli a prevenire i reati.  
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• la registrazione corretta, autorizzata, verificabile, legittima, coerente e congrua 
di ogni operazione posta in essere152; 
• la chiara definizione dei principi base relativamente ai rapporti con gli 
interlocutori dell’ente. 
Pur non esistendo un unico modello ottimo, solitamente il codice viene articolato nelle 
seguenti sezioni: 
• la premessa, in cui vengono dichiarate la missione ossia i valori di fondo 
dell’ente che dovrebbero guidare le relazioni con gli stakeholders; 
• i destinatari, ossia tutti i soggetti tenuti ad adeguare i propri comportamenti ai 
principi e agli obiettivi previsti dal codice; 
• le norme di comportamento e i rapporti con gli stakeholders, ovvero standard 
etici di comportamento di tipo assoluti come i principi di legalità; equità ed 
eguaglianza; tutela ambientale, ecc.; 
• i principi di comportamento espressamente finalizzati alla prevenzione della 
commissione dei reati previsti dal D. Lgs. n. 23l/200l; 
• le procedure di attuazione, controllo e diffusione del codice, che rappresentano 
una componente essenziale di ogni modello al fine di garantirne l’efficacia nel 
tempo; 
• i meccanismi disciplinari, ovvero la previsione di sanzioni in caso di violazione 
delle regole di comportamento indicate nel codice. 
Le norme di comportamento che possono essere previste circa i rapporti con i vari 
stakeholders possono essere di due tipi: 
? i divieti, che consistono nella proibizione di adottare un determinato tipo 
di comportamento e che disciplinano particolari attività come ad esempio 
appalti, acquisti, selezione del personale, omaggi,ecc.; 
? standard di comportamento, regole o procedure che prescrivono la 
condotta alla quale l’intera organizzazione deve conformarsi. 
Con riferimento alle specifiche attività in cui si potrebbe incorrere reati ambientali, il 
codice etico deve enunciare l’impegno specifico dei vertici aziendali a rispettare la 
legislazione in materia ambientale e ad attuare misure preventive per evitare o 
minimizzare l’impatto ambientale.  
                                                 
152 Per ogni operazione vi deve essere un supporto documentale idoneo a consentire, in ogni momento, l’effettuazione 
di controlli che attestino le caratteristiche e le motivazioni dell’operazione ed individuino chi ha autorizzato, 
effettuato, registrato, verificato l’operazione stessa. Confindustria, Linee guida per la costruzione dei modelli di 
organizzazione, gestione e controllo, op. cit., p. 47 
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Oltre ai contenuti suddetti sarà presente la previsione di sistemi di attuazione e di 
monitoraggio.  
 
Il sistema disciplinare 
 
Nel D. Lgs. 231/2001, al fine di un efficace funzionamento dei modelli organizzativi, 
assume una grande rilevanza il sistema disciplinare, che ne rappresenta una parte 
integrante e che sarà attivato in caso di violazione delle procedure del MOG e delle 
norme del codice etico. 
Il sistema disciplinare dovrà essere predisposto per iscritto e opportunamente 
comunicato, anche mediante affissione all’interno dell’impresa.  
Le sanzioni previste dovranno essere tali da non avere solo un carattere punitivo ma 
anche di prevenzione degli illeciti. Pertanto queste dovranno ispirarsi ai principi di 
specificità, tempestività ed immediatezza, svolgendo così una funzione deterrente. 
L’idoneità dei sistema verrà valutato sulla capacità di garantire l’immediatezza delle 
sanzioni, definendo con dettaglio l’elenco delle violazioni sanzionabili, le procedure 
con cui verranno applicate le sanzioni e la distinzione tra le due categorie di soggetti 
sanzionabili, i soggetti apicali e i soggetti subordinati. 
Con riferimento ai rapporti con i terzi, esterni all’impresa e con cui intrattiene rapporti, 
il sistema disciplinare deve dotarsi di misure specifiche che potranno prevedere 
l’inclusione di clausole contrattuali in cui la controparte si impegna ad astenersi dal 




2.4.5 Monitoraggio e aggiornamento del MOG 231 
 
L’efficace funzionamento del MOG 231 richiede verifiche periodiche da parte 
dell’organismo di vigilanza. L’attività di monitoraggio deve essere svolta con 
periodicità adeguata alla tipologia e alla complessità dell’ente sempre nell’ottica di un 
processo continuo154.  
 
                                                 
153Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit., p. 54 
154 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit. 
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Figura 7: Il miglioramento continuo 
 
 
Fonte: Confindustria, Linee guida per la costruzione dei modelli di organizzazione…, op. cit., p. 45 
 
Spetta all’OdV il compito fondamentale di verificare e garantire che il MOG 231 
mantenga nel tempo dei requisiti di solidità e funzionalità richiesti, provvedendo ad 
integrarlo ed aggiornarlo quando si renda necessario. 
Mediante questa attività si può garantire che il MOG sia costantemente adeguato 
rispetto alla specifica struttura organizzativa, ai mutamenti del contesto competitivo ed 
alle modifiche che dovessero essere apportate alla normativa di riferimento. 
 
 
2.5 L’Organismo di Vigilanza (OdV) 
 
L’articolo 6 del Decreto 231 prevede, al fine dell’esonero da responsabilità, anche la 
costituzione di uno specifico organismo di vigilanza all’interno dell’ente che possegga 
determinati requisiti e a cui saranno affidati compiti rilevanti.  
Il legislatore, tuttavia, non individua il soggetto competente alla nomina dell’OdV.  
Il suddetto articolo dispone che il compito di vigilare sul funzionamento, 
sull’osservanza del modello e sul suo aggiornamento venga affidato ad un organismo 
dell’ente dotato di autonomi poteri di iniziativa e controllo (OdV). La legge non 
fornisce indicazioni precise circa la composizione dell’Organismo di vigilanza, 
consentendo di optare per una composizione mono o plurisoggettiva, con soggetti di 
origine interna o esterna all’impresa. La scelta dipenderà dalla sua dimensione e dalle 
attività poste in essere, tant’è che anche la giurisprudenza ha confermato tale 
orientamento.  
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La scelta dei membri tra soggetti interni e/o i soggetti esterni risponde alle necessità di 
contemperare specifiche esigenze richieste all’OdV in termini di autorevolezza ed 
indipendenza da un lato e di convenienza ad avere una approfondita conoscenza 
dell’operatività dell’impresa dall’altro155. Chiaramente l’individuazione dei membri tra i 
soggetti interni all’impresa permette di preservare la continuità d’azione propria di chi è 
già operante in essa.  
La questione che si pone è la definizione chiara della posizione dell’ODV nell’ambito 
dell’ente dovendo garantire l’autonomia dell’iniziativa di controllo rispetto ad eventuali 
forme di condizionamento o di interferenza da parte dei soggetti apicali. 
Deve essere cioè chiaro il rapporto che questo organo deve avere con il vertice 
aziendale, in particolare nel caso in cui sia presente il Consiglio di Amministrazione, 
definendo una posizione di alto grado gerarchico in una posizione di staff. 
Al fine di garantire l’efficacia della sua azione, l’OdV non dovrà avere compiti 
operativi ossia non dovrà essere coinvolto direttamente nella preparazione o nella 
modifica di protocolli, nell’assegnazione delle deleghe o dei poteri all’interno 
dell’ente156. 
Nel caso di membri scelti internamente, non potranno essere nominati ad esempio il 
responsabile ambiente e sicurezza poiché sarebbero chiamati a verificare sul proprio 
operato. In questo senso si è espressa anche la giurisprudenza indicando come inefficace 
un modello che preveda un OdV in cui il soggetto è chiamato a essere giudice di se 
stesso, per di più dotato di poteri disciplinari157. 
È bene rimarcare che l’assenza dell’OdV, la sua carente composizione e l’inefficacia 
della sua azione rappresentano elementi che di fatto inficiano la forza esimente del 
MOG 231, nonostante questo sia stato correttamente implementato. 
                                                 
155 OADV 231, Requisiti e composizione dell’Organismo di Vigilanza, febbraio 2010, p. 9 
http://www.aodv231.it/images/pdf/Position%20paper%20AODV231_Requisiti%20e%20composizione%20OdV.pdf 
156 Trib. Roma, 4 aprile 2003, in Foro it., 2004, p. 317 
157 Corte d’Assise d’Appello di Torino, sentenza 23 febbraio 2013, ha riaffermato come la presenza nell’OdV di un 
dirigente dell’azienda responsabile dell’area sicurezza e ambiente e più precisamente di un soggetto incaricato di 
organizzare una articolazione operativa dell’azienda, abbia privato l’OdV della necessaria autonomia ed 
indipendenza 
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2.5.1 I requisiti richiesti ai membri dell’OdV 
 
L’OdV è chiamato a vigilare sul MOG 231 in qualità di organismo terzo per cui, nella 
scelta dei membri, non si potrà prescindere dalla valutazione di alcuni requisiti chiave 
che i soggetti indicati debbano possedere158. Si tratta di elementi qualificanti, sui quali 
non può esserci discrezionalità come per la scelta della numerosità dei componenti, così 
come per l’indicazione dei membri di origine interni o esterni.  
I requisiti richiesti sono: 
? L’onorabilità; 
? La professionalità; 
? L’autonomia; 
? L’indipendenza; 
? La continuità d’azione. 
Tali requisiti sono indicati dalle Linee Guida elaborate dalle Associazioni riconosciute 
dal Ministero della Giustizia (Confindustria, ABI, ANIA, API, ANCE, ecc) e dalle 
associazioni Professionali quali l’Associazione degli Organismi di Vigilanza, e 




Il requisito di onorabilità dei componenti dell’OdV non è esplicitamente previsto dal 
legislatore ma sia le linee guida redatte dalle associazioni di categoria sia la 
giurisprudenza lo indicano come elemento imprescindibile la cui presenza dovrà essere 
verificata159. 
Il concetto di onorabilità fa riferimento alle indicazioni del codice civile coerentemente 
con quanto dettato in materia dei sindaci o comunque agli articoli quali, ad esempio, 
art. 2387, art. 2397 c.2, art. 2409-noviesdecies c.1, art. 2409- duodecies comma 6.  
                                                 
158 Possono essere nominati membri dell’OdV, purchè provvisti dei requisiti suddetti: gli Amministratori indipendenti 
senza poteri di gestione della società o dipendenti della società che operino nell’Internal Audit, nella Compliance o 
nel Dipartimento Legale interno senza poteri autonomi di gestione e/o budget, il Consulente legale della società, il 
Componente del Collegio Sindacale, i Professionisti operanti nel settore della compliance al Decreto. Inoltre, a 
partire dal 1 gennaio 2012, nelle società di capitale, il Collegio Sindacale, il Consiglio di sorveglianza e il Comitato 
per il controllo della gestione possono svolgere tutte le funzioni proprie dell’Organismo di Vigilanza (L. 183/2011, 
art. 14 comma 12 – Legge di Stabilità) 
159[…] sussistenza dei requisiti di indipendenza, autonomia, onorabilità e professionalità dei suoi membri […], 
Ordinanza del GIP del Tribunale di Napoli, 26 giugno 2007 
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Le ultime pronunce giurisprudenziali si stanno orientando verso una definizione più 
stringente di tale requisito prevedendo l’esclusione dalla nomina di coloro che sono stati 
condannati, anche con una sentenza di primo grado, per uno dei reati previsti dal 




Il requisito della professionalità si riferisce al bagaglio di strumenti e tecniche che i 
membri dell’OdV devono possedere per poter svolgere efficacemente l’attività 
assegnata161. Si tratta del possesso di conoscenze e competenze di tipo multidisciplinare 
che vanno dalle metodologie di identificazione e di valutazione dei rischi, alle tecniche 
di analisi dei sistemi organizzativi e di controllo interno, alle conoscenze di tipo 
giuridico ed in particolare penalistico162. 
Un OdV equilibrato nella propria composizione, dovrà possedere: 
• competenza in materie aziendalistiche relative ai sistemi di controllo (ad es. sui 
processi di risk assessment; sulle misure per la mitigazione dei rischi; sui 
flowchart di processi, ecc…); 
• competenze giuridiche, in materia penalistica, in relazione alle finalità 
perseguite con la costruzione del MOG 231; 
• competenze di carattere tecnico e specialistiche su determinate materie di 
interesse, relativamente alle attività svolte. 
Tale requisito richiama la necessità, per certi aspetti ovvia, del possesso di una 
professionalità qualificata compatibilmente con la complessità gestionale e la 
dimensione dell’ente di cui i componenti dell’OdV abbiano preventiva conoscenza163. 
                                                 
160 Sono privi del requisito di onorabilità coloro che si trovano, ad esempio, in stato di interdizione temporanea o di 
sospensione dagli uffici direttivi delle persone giuridiche e delle imprese; 2. si trovano in una delle condizioni di 
ineleggibilità o decadenza previste dall'art. 2382 del codice civile;  4. hanno riportato condanna, anche se con pena 
condizionalmente sospesa, salvi gli effetti della riabilitazione, per uno dei delitti previsti dalla legge fallimentare; per 
uno dei delitti previsti dal titolo XI del Libro V del codice civile (società e consorzi), per un delitto non colposo, per 
un tempo non inferiore a un anno, per un delitto contro la pubblica amministrazione, contro la fede pubblica, contro 
il patrimonio, contro l’economia pubblica, ecc, G. D’Onza, L’Organismo di Vigilanza ex D.Lgs. 231/2001: requisiti, 
attività, flussi informativi e relazioni con gli organi societari, in M. Allegrini (a cura di), Il controllo interno nei 
gruppi aziendali, Mc Graw Hill, 2008, p. 4 
161 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit. p. 59 
162 Gruppo di studio 231, a cura di, L’organismo di vigilanza: linee guida, op. cit.,  
163 La giurisprudenza ha espresso indicazioni relative alle competenze che l’OdV deve possedere per non inficiare 
l’efficacia di tutto il MOG: Il modello deve esigere che i membri dell’OdV abbiano competenze in “attività ispettiva, 
consulenziale, ovvero la conoscenza di tecniche specifiche, idonee a garantire l’efficacia dei poteri di controllo e del 
potere propositivo ad esso demandati (Trib. Napoli, 26 giugno 2007). 
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È essenziale, in particolar modo, la conoscenza delle modalità di concretizzazione dei 
reati all’interno dell’impresa e a tal scopo sarebbe opportuno che alcuni membri 
vengano scelti tra i soggetti in essa operanti. 
 
Autonomia e indipendenza 
 
I requisiti di autonomia e di indipendenza non sono sinonimi. In base a quanto 
determinato dall’Associazione dei componenti degli Organismi di Vigilanza (Aodv) ex 
D.Lgs. 231/2001, mentre il requisito dell’indipendenza attiene ad un’attitudine mentale 
del componente dell’OdV, il requisito dell’autonomia si concretizza nella disponibilità 
dello stesso di avere a disposizione gli strumenti necessari per svolgere efficacemente il 
proprio compito164..  
Si tratta di concetti complementari per cui un OdV indipendente potrebbe risultare 
scarsamente autonomo se privo di un budget adeguato o privo della possibilità di 
accesso alla documentazione dell’impresa.  
Il requisito dell’indipendenza non è richiamato espressamente dalla legge, ma si evince 
in via interpretativa dal principio di effettività del controllo.  
Affinché l’attività di controllo possa ritenersi efficace ai fini del D. Lgs. 231/2001 
dovranno essere assenti vincoli alla propria operatività o altre forme di 
condizionamento165. L’esigenza è quella di assicurare l’autonomia di azione dell’OdV, 
preservandola dall’influenza di altri soggetti aziendali, in particolare da quelli 
“apicali”166. L’indipendenza dell’OdV può essere rafforzato in presenza di una esplicita 
previsione di cause di ineleggibilità o decadenza dei propri membri così come suggerito 
dalle Linee guida Confindustria, che garantiscano l’onorabilità, l’assenza di conflitti di 
interessi e di relazioni di parentela con gli organi sociali e con il vertice. 
L’articolo 6, comma 1, lettera b), del Decreto 231 richiede che il compito di vigilare sul 
funzionamento e l’osservanza dei modelli di curare il loro aggiornamento sia affidato a 
un organismo dell’ente dotato di autonomi poteri di iniziativa e di controllo.  
                                                 
164 Nel caso dell’indipendenza, dunque, si è di fronte alla relazione psicologico-intellettuale che si instaura tra 
soggetto controllore e soggetto controllato; nel caso dell’autonomia, invece, ci si riferisce piuttosto alle modalità 
tecniche di espletamento dell’incarico. Gruppo di studio 231, a cura di, L’organismo di vigilanza: linee guida, 
Coordinamento scientifico, ODCEC Torino, settembre 2011 
165 ODCEC, a cura del Gruppo di studio 231, Coordinamento scientifico, L’organismo di vigilanza: linee guida, 
Torino, settembre 2011 
166 G. D’Onza, L'Organismo di Vigilanza ex D.Lgs. 231/2001 in M. Allegrini (a cura di), Il controllo interno nei 
gruppi aziendali, Mc Graw Hill, 2008  
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Si ritiene che l’impresa debba garantire all’OdV l’autonomia dell’iniziativa di controllo 
evitando qualsiasi forma di interferenza o ingerenza condizionandone l’azione. 
L’autonomia dell’OdV può risultare rafforzato in presenza di un regolamento interno 
che ne determini il corretto funzionamento e la possibilità di servirsi di figure tecniche 
esterne, anche con l’assegnazione di un budget specifico.  
Per assicurare la necessaria autonomia di iniziativa e l’indipendenza è poi 
indispensabile che, all’Organismo di Vigilanza, non siano attribuiti compiti operativi 




Il requisito della continuità d’azione deve essere inteso come costante azione di 
monitoraggio dell’OdV sul MOG 231 al fine di garantirne l’efficace attuazione. 
La composizione “ideale” dell’OdV vede la compresenza di professionalità diverse e di 
componenti esterni ed interni (per contemperare indipendenza e continuità d’azione). 
Ciò diventa rilevante ancor di più in presenza di un organo composto da soggetti esterni 
per cui occorre creare modalità di comunicazione continua e di segnalazioni sui 
comportamenti ritenuti rilevanti. 
A tale scopo le linee guida Confindustria suggeriscono di predisporre una struttura 
dedicata a tempo pieno all’attività di vigilanza sul modello e di curare la tracciabilità e 
la conservazione della documentazione delle attività svolte168.  
La continuità d’azione si concretizza nella calendarizzazione delle attività, nella 
verbalizzazione delle riunioni, nella disciplina dei flussi informativi, nella 
determinazione delle cadenze temporali dei controlli, nell’individuazione dei criteri e 
delle procedure di analisi169. 
 
                                                 
167 L’organismo di controllo non dovrà avere compiti operativi che, facendolo partecipe di decisioni dell'attività 
dell'ente, potrebbero pregiudicare la serenità di giudizio al momento delle verifiche (Gip. Tribunale Roma, 4 aprile 
2003), Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, cit., p. 57 
168 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit., p. 60 
169 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit., p. 28 
 80
Figura 8: I requisiti  richiesti per l’OdV 
 
Fonte: Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, 
op. cit., p.62 
 
 
2.5.2 I compiti dell’OdV 
 
I compiti che l’Organismo è chiamato ad assolvere, anche sulla base agli articoli 6 e 7 
del Decreto 231, sono i seguenti170:  
• vigilanza sull’effettività del modello, mediante un monitoraggio sulla coerenza 
tra i comportamenti concretamente attuati e quanto previsto nel MOG 231;  
• vigilanza sull’adeguatezza del modello, si dovrà verificare la capacità dello 
stesso di prevenire i comportamenti illeciti; 
• verifica periodica del mantenimento, nel tempo, dei requisiti di solidità e di 
efficacia del modello; 
• aggiornamento del modello in senso dinamico, nel caso di modifiche 
organizzative o normative che ne richiedono l’adeguamento. 
Si tratta di vigilare sull’attuazione e la corretta applicazione del Modello adottato, 
curando l’aggiornamento e garantendone la sua idoneità a prevenire illeciti.  
L’OdV, inoltre, dovrà verificare periodicamente la corretta applicazione dei protocolli e 
la regolare tenuta dei documenti in essi previsti. 
Nel caso si renda necessaria una variazione al MOG 231 la sua approvazione spetterà 
all’organo direzionale dell’ente.  
                                                 
170 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit. p. 56 
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Le attività di aggiornamento prevedono: 
• suggerimenti e proposte di adeguamento del modello organizzativo in 
relazione alle esigenze riscontrate. In base alla tipologia e alla portata degli 
interventi potranno le proposte potranno essere rivolte alle diverse funzioni 
aziendali coinvolte, ai vertici o al Consiglio di Amministrazione;  
• follow-up: verifica dell’attuazione e dell’effettiva funzionalità delle modifiche 
apportate. 
Appare chiaro che le attività descritte richiedono che l’OdV abbia libertà di accesso a 
tutta la struttura aziendale; che possa disporre di uno specifico budget per operare, e che 
possa consultare tutti i documenti dell’impresa. 
Allo scopo di garantire l’efficace svolgimento delle attività, il MOG 231 deve prevedere 
obblighi di informazione specifici nei confronti dell’Organismo 
.Si tratta di flussi informativi bi-direzionali in cui: 
• all’OdV arriveranno tutte le informazioni derivanti dalle attività di reporting 
interno e le comunicazioni di natura esterna o interna connesse a qualsiasi reato 
presupposto previsto dal Modello 231; 
• dall’OdV partiranno flussi informativi periodici in relazione all’attività di 
vigilanza svolta, alle criticità riscontrate nel MOG ed eventuali nuovi rischi 
riscontrati, le infrazioni delle disposizioni previste dal modello, gli eventuali 
reati accertati e le relative sanzioni applicate (sistema disciplinare interno). 
Le informazioni indirizzate all’OdV potranno arrivare con strumenti differenti come 
indagini inerenti a specifiche condizioni di rischio, mediante segnalazioni spontanee, 
anche anonime, circa possibili violazioni del Modello. L’informativa verso questo 
organo dovrà essere tempestiva e periodica e dovrà prevedere anche specifiche sanzioni 
nel caso di mancato rispetto di tale obbligo.  
La gestione dei flussi informativi deve essere opportunamente prevista anche nel 
Regolamento di cui l’OdV si dota prima di dare avvio alle proprie attività. La 
formalizzazione dei flussi informativi è necessaria per gestire opportunamente i canali 
informativi e le differenti tipologie di informazioni, allo scopo di evitare responsabilità 
in capo all’OdV per negligenza nel trattamento delle informazioni.  
L’obiettivo dell’attività di reporting è quella di consentire all’OdV di avere un costante 
aggiornamento sui elementi che potrebbero determinare una responsabilità in capo 
all’impresa, ad esempio, con particolare attenzione all’avvio di un procedimento 
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giudiziario a carico di dirigenti o di dipendenti o le violazioni del Modello organizzativo 
o del Codice etico. Tra i compiti o doveri dell’OdV va segnalata anche lo stimolo ad 
attività di formazione continua e specifica nell’ente171. 
 
2.5.3 I poteri assegnati 
 
Accanto al possesso dei requisiti che i componenti dell’OdV devono possedere, occorre 
poi precisare i poteri di cui l’organismo dispone per lo svolgimento delle attività a 
questo affidate: 
• Potere di autoregolamentazione, che riguarda le modalità di autoconvocazione, 
di deliberazione, di comunicazione e rapporto diretto con ogni funzione 
aziendale, di acquisizione di informazioni e documentazione; 
• Potere ispettivo, su alcune operazioni/processi significativi, verifica delle 
disposizioni del Codice etico, del MOG 231 e delle procedure aziendali previste; 
• Potere sanzionatorio, riguardante l’attivazione di procedimenti disciplinari nei 
confronti di chi non abbia rispettato i quanto previsto dal codice etico e dal 
MOG 231. 
In caso di accertamento di una violazione l’OdV, sentito l’autore ed indipendentemente 
dall’eventuale giudizio penale, segnala prontamente l’evento all’organo amministrativo 
ed a quello di controllo, proponendo la misura sanzionatoria prevista dal sistema 
disciplinare vigente. 
Le attività svolte dall’OdV non possono essere sindacate da alcun altro organismo o 
struttura aziendale, ma spetta all’organo dirigente l’attività di verifica sull’adeguatezza 
della sua azione in quanto su quest’ultimo grava la responsabilità complessiva 
dell’adeguatezza e dell’effettivo funzionamento del modello172. 
 
                                                 
171 La giurisprudenza ha sottolineato l’opportunità che l’OdV stimoli i corsi di formazione nell’ambito della norma 
231 all’interno dell’azienda, GIP del Tribunale di Napoli, 26 giugno 2007 
172 Confindustria, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo, op. cit., p. 28 
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3 I SISTEMI DI GESTIONE AMBIENTALE E IL MOG 231  
 
 
La diffusione di una visione integrata tra gli aspetti specificatamente economici con 
quelli sociali, ambientali e di sicurezza, propria della Corporate Social Responsability, 
ha richiesto alle imprese, negli ultimi anni, un impegno maggiore nella loro gestione173. 
Il rafforzamento di politiche orientate alla creazione del valore, verso tutti gli 
stakeholders, ha permesso alle imprese di conseguire una serie di vantaggi come: un 
grado maggiore di consenso sociale, il miglioramento della reputazione e 
dell’immagine, una più efficace gestione delle risorse, una migliorata consapevolezza 
nella gestione dei diversi rischi di impresa.  
Con particolare riferimento alla gestione dei rischi, dall’analisi fin qui condotta, si 
evince come i processi di Risk Management siano strategici al fine di fornire una 
ragionevole sicurezza circa il conseguimento degli obiettivi aziendali prefissati.  
A tale scopo sono di grande supporto i Sistemi di Gestione Aziendale, strutturati 
secondo norme internazionali a carattere volontario (ISO 9001, ISO 14001/EMAS, 
OHSAS 18001), che rappresentano dei validi strumenti per il governo di specifici rischi 
associati dalle attività svolte.  
La logica di fondo dei sistemi di gestione aziendale è quella di creare una maggiore 
consapevolezza operativa allo scopo di amministrare in modo proattivo alcuni aspetti, 
specie quegli ambientali e di sicurezza, dimostrando un elevato livello di 
sensibilizzazione e responsabilizzazione.  
Il corretto approccio ambientale e il controllo degli impatti, negli ultimi anni, sono 
diventati una variabile strategica d’impresa. Da un lato questo orientamento è dettato 
dall’evoluzione del contesto normativo europeo, a cui l’Italia si è dovuta adeguare e da 
cui discendono implicazioni non secondarie per la gestione, dall’altro lato si pongono 
gli standard volontari che nascono allo scopo di migliorare le performance ambientali 
delle organizzazioni ma sempre presupponendo una chiara aderenza alle prescrizioni 
legali.  
                                                 
173 La Commissione europea ha definito la Responsabilità sociale dell’impresa come l’integrazione volontaria delle 
preoccupazioni sociali ed ecologiche delle nelle loro operazioni commerciali e nei loro rapporti con le parti 
interessate. Essere socialmente responsabili significa non solo soddisfare pienamente gli obblighi giuridici 
applicabili, ma anche andare al di là investendo di più nel capitale umano, nell’ambiente e nei rapporti con le altre 
parti interessate. Sottolineandone la priorità nell’azione della Commissione Europea, EU COMM, 25 ottobre 2011, 
Assonime, Reati ambientali e responsabilità amministrativa degli enti, op. cit., p. 15 
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In materia ambientale, gli standard ad adesione volontaria sono rappresentati dalla 
UNI EN ISO 14001:2004 e dal Regolamento CE n. 1221/2009, del 25 novembre 2009, 
sull’adesione volontaria delle organizzazioni a un sistema comunitario di ecogestione e 
audit (EMAS). 
Di seguito si riporta uno schema riassuntivo degli elementi caratterizzanti le due norme. 
 
Figura 9: Certificazione ISO 14001 e Registrazione EMAS a confronto 
 
Fonte: Arpa Lombardia 2014, www.arpalombardia.it 
 
Entrambe le norme si basano sulla predisposizione di un SGA allo scopo di misurare e 
di gestire le prestazioni ambientali mediante l’identificazione degli aspetti ambientali 
coinvolti dalle attività svolte, dai prodotti e dai servizi forniti.  
Le finalità per cui le organizzazioni (enti) possono decidere di adottare uno dei due 
standard riguardano la facilitazione delle relazioni pubbliche con gli stakeholders 
interessati, il miglioramento del coinvolgimento del personale anche mediante la 
definizione di un sistema di informazione più ampio e strutturato, la garanzia del 
rispetto della normativa vigente e la fissazione di obiettivi evolutivi che mirino a 
minimizzare gli impatti ambientali derivanti dalle attività svolte. 
Dalle analisi condotte da ACCREDIA - CESQA174, su un campione di aziende 
certificate ISO 14001, si evince che i principali benefici conseguibili dall’adozione di 
un SGA sono di natura organizzativa (si tratta ad esempio della conformità legislativa e 
la conseguente diminuzione di rischi penali e civili, di una migliore organizzazione 
delle attività ambientali e della riduzione dei rischi di incidenti) e di miglioramento 
delle performance ambientali (la diminuzione nel consumo di energia elettrica, la minor 
produzione di rifiuti pericolosi, la riduzione di emissioni in atmosfera e degli 
sversamenti in suolo). 
                                                 
174 Indagine Benefici, costi e aspettative della certificazione ISO 14001 per le organizzazioni italiane, ACCREDIA- 
CESQA (Centro Studi Qualità Ambiente dell’Università degli Studi di Padova), 2013 
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È utile sottolineare che un’impresa può predisporre, quindi progettare e rendere 
operativo, un sistema di gestione ambientale senza seguire le indicazione proprie della 
ISO 14001 ma ciò preclude la possibilità di utilizzare tale strumento per ottenere una 
maggiore visibilità esterna soprattutto nel caso si desideri successivamente 
certificare/registrare il sistema. 
 
In questo contesto, già abbondantemente articolato, si è aggiunto il D. Lgs. n. 231/2001 
con l’art. 25-undecies, che ha riconosciuto la rilevanza dei reati ambientali nella 
determinazione della responsabilità amministrativa degli enti. 
Il D. Lgs. 121/2011, che ha esteso tale responsabilità, non ha indicato criteri aggiuntivi 
per la redazione dei MOG 231 specifici, rispetto a quelli generali previsti dagli artt. 6 e 
7 ex D.Lgs. n. 231/2001, per la gestione degli aspetti ambientali.  
Il legislatore, in questo caso, ha deciso di muoversi differentemente rispetto alla materia 
della sicurezza. Per quest’ultima, infatti, il D. Lgs. n. 81/2008 ha previsto un richiamo 
esplicito ai modelli di organizzazione e gestione conformi alle linee guida UNI-INAIL e 
il BS OHSAS 18001:2007 (art. 30, ex D. Lgs. n. 81/2008) per la predisposizione di un 
adeguato MOG 231175. Il richiamo esplicito della norma ha fornito alle imprese delle 
indicazioni puntuali da seguire per la progettazione di un sistema di prevenzione, 
consentendo loro di avere una ragionevole sicurezza circa la validità esimente del 
sistema implementato, cosa che non è accaduta per l’ambiente.  
In materia ambientale l’assenza di un formale riferimento alla norma EMAS e allo 
standard ISO 14001 rende più complesso determinare uno schema di MOG 231 a 
valenza esimente rispetto ai reati ambientali.  
Questa precisa scelta del legislatore ha creato un maggior grado di discrezionalità nella 
strutturazione del modello e ciò non consente di avere una ragionevole sicurezza che 
risponda ai requisiti di adeguatezza ed efficacia richiesti.  
Non esiste, in sostanza, una struttura che possa dirsi “a prova di giudice” anche nel caso 
in cui sia stato predisposto un MOG seguendo le linee guida della ISO 14001 o della 
EMAS e che il sistema di gestione ambientale abbia ottenuto una 
certificazione/registrazione176. 
                                                 
175 L’art. 30 del D. Lgs. 81/08 precisa che i modelli di organizzazione aziendale definiti conformemente alle Linee 
guida UNI-INAIL per un sistema di gestione della salute e sicurezza sul lavoro del 28 settembre 2001 o al British 
Standard OHSAS 18001:2007 si presumono conformi, per le parti corrispondenti, ai requisiti richiesti dal MOG del 
D. Lgs. 231/01 
176 F. Iraldo, A. Merlin, V. Ursino, Modelli 231 e reati ambientali: quali integrazioni con i SGA?, Il Sole 24 ORE - 
Ambiente & Sicurezza, 10.04.2012, n. 7 
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3.1 Modello 231 e SGA a confronto 
 
Alla luce delle considerazioni fatte, è necessario interrogarsi sull’esistenza di una 
relazione tra gli strumenti di gestione volontaria su descritti e il MOG 231 e in che 
misura siano gestibili in modo integrato.  
La questione di fondo riguarda la comprensione del rapporto tra il SGA e il MOG 231 e 
che ruolo abbia il primo nel perseguimento delle finalità del secondo, in modo da 
sfruttare strumenti e risorse in una prospettiva sinergica.  
Dall’analisi della normativa 231 e delle indicazioni delle norme volontarie per lo 
sviluppo di un SGA, si possono ragionevolmente accertare molti punti di consonanza 
dei due modelli che devono trovare una giusta convergenza, però, in relazione alle 
differenti finalità perseguite.  
Il MOG 231 nasce allo scopo di prevenire i rischi di reati-presupposto indicati dalla 
norma mentre il SGA viene predisposto per il perseguimento di obiettivi di 
competitività dell’impresa mediante il miglioramento continuo delle prestazioni 
ambientali177. Come già ampiamente disquisito, il MOG 231, è uno strumento 
complesso che deve adottare una visione globale sull’operatività dell’ente e in cui i reati 
ambientali rappresentano solo una parte delle azioni preventive. 
Esso nasce allo scopo di prevenire una pluralità di rischi-reato e deve mirare a divenire 
sistema di compliance integrato anche con riferimento ad altre tematiche (ad es. salute e 
sicurezza, ambiente, concorrenza, commercio, ecc.)178. 
È, quindi, fondamentale che il MOG 231 sia fortemente integrato nel sistema gestionale 
dell’ente, in una visione globale dello stesso, da amministrare in maniera coordinata e 
sinergica con tutti i sistemi volti a disciplinare specifici aspetti. 
Il sistema di gestione ambientale è finalizzato esclusivamente all’ottimizzazione dei 
processi operativi nell’ottica del miglioramento continuo delle prestazioni ambientali, 
dando per acquisito e costantemente verificato il rispetto normativo. Si tratta di uno 
strumento che valuta e gestisce solo una parte delle prestazioni dell’impresa e che può 
essere integrato con ulteriori sistemi di gestione, come per la qualità e la sicurezza. 
                                                 
177 F. Iraldo, L’estensione del D.Lgs. 231 ai reati ambientali e il ruolo dei Sistemi di Gestione certificati ISO 14001 
ed EMAS,, Atti del Convegno: Il Sistema di Gestione ISO 14001 ed EMAS nella prevenzione dei reati ambientali ex 
d. lgs. n. 231/2001, IEFE Università Bocconi, Assolombarda, Milano, 16 maggio 2013 
178 A. Carino, F. Vanetti, I reati ambientali per le società: commento alla recente circolare Assonime, Ambiente & 
sviluppo, 10/2012, pp. 845-852 
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La norma UNI EN ISO 14001:2004 definisce il Sistema di Gestione Ambientale infatti 
come la parte del sistema di gestione di un’organizzazione utilizzata per sviluppare e 
attuare la propria Politica ambientale e gestire i propri aspetti ambientali. 
Un sistema di gestione comprende la struttura organizzativa, le attività di 
pianificazione, le responsabilità, le prassi, le procedure, i processi, le risorse per 
elaborare, mettere in atto, conseguire, riesaminare e mantenere attiva la politica 
ambientale. 
Una volta individuati gli obiettivi dei due strumenti è opportuno considerare il loro 
campo di applicazione. 
Se il SGA assume una visione complessiva nella gestione della relazione 
organizzazione-ambiente, di cui si analizzano tutte le attività svolte che possano avere 
un effetto modificativo su quest’ultimo (impatto ambientale), il MOG 231 deve essere 
predisposto al fine di prevenire solo ed esclusivamente le cause che potrebbero rendere 
concreto un reato compreso nell’elenco della norma. Chiaramente il campo di 
applicazione del MOG risulta essere più ristretto rispetto a quello del SGA. Ad esempio 
l’impatto da rumore, pur essendo normato non rientra tra i reati previsti dal Decreto 231 
ma viene considerato dal SGA. 
 
Figura 10: Gli aspetti ambientali ai sensi del Decreto 231 
 
Fonte: F. Iraldo, A. Merlin, V. Ursino, Modelli 231 e reati ambientali: quali integrazioni con i SGA?, op. 
cit.,  
 
Completamente assenti negli SGA sono due elementi costitutivi del MOG 231 ossia il 
sistema disciplinare e la nomina di un Organismo di vigilanza. 
La mancata previsione è coerente con la volontarietà nell’adozione del sistema di 
gestione che nasce dalla precisa scelta del vertice di gestire in modo proattivo gli aspetti 
ambientali che si traduce in una politica ambientale ed in un processo di coinvolgimento 
di tutto il personale. Nel MOG, la predisposizione e la divulgazione del sistema 
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disciplinare è espressamente previsto dalla norma. La necessità di tutelare l’ente da 
possibili sanzioni scaturenti da illeciti compiuti, si traduce nella predisposizione di un 
chiaro sistema disciplinare (sanzionatorio) che dovrà essere comunicato 
opportunamente a tutti i soggetti che possono essere coinvolti nelle attività a rischio 
reato 231.  
Altro elemento caratterizzante il MOG è l’OdV, che può essere già presente all’interno 
dell’ente nel caso in cui il modello sia già operante per la prevenzione di altri reati 
presupposto e che dovrà tener conto, nella sua composizione, delle necessarie 
conoscenze e competenze relative alla gestione ambientale. 
Si riporta un’interessante tabella comparativa dei due strumenti gestionali. 
 
Tabella 4: Confronto tra gli elementi costitutivi del MOG e del SGA 
 
Fonte: Linee guida Assolombarda SGA/231, op. cit., p. 11 
 
Dallo schema appare chiaro che un SGA efficacemente progettato, attuato e, 
soprattutto, concepito dall’organizzazione che lo applica come un reale supporto alla 
gestione ambientale operativa, è in gran parte già in grado di rispondere a molte delle 
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richieste del D.Lgs. 231/01179 assumendo così una buona base metodologica di partenza 
per la determinazione di un MOG con capacità esimente. 
Questi elementi riguardano, ad esempio, la gestione degli aspetti ambientali mediante la 
formalizzazione dei ruoli e delle responsabilità, con l’attribuzione precisa delle 
responsabilità a tutti i livelli organizzativi coinvolti nella tutela ambientale e la 
predisposizione di audit periodici sulle operazioni compiute. 
A ciò si aggiunge l’enfasi sul coinvolgimento e sulla partecipazione del personale, 
l’estensione del controllo operativo alle persone che operano per conto dell’ente, i 
diversi livelli di rendicontazione delle prestazioni in grado si far pervenire feedback alla 
Direzione come gli indicatori di performance. 
Queste considerazioni sono rafforzate in caso di registrazione EMAS che ha natura 
pubblica. L’EMAS, infatti, basata sul SGA 14001, prevede anche la predisposizione e la 
diffusione di una Dichiarazione ambientale obbligatoria, in cui l’impresa si impegna 
pubblicamente a rispettare gli obiettivi prefissati offrendo maggiori garanzie di 
imparzialità dello strumento nei confronti dei terzi180. 
 
3.2 Sinergie tra il MOG 231 e i SGA nella realtà operativa delle 
imprese 
 
Alla luce delle considerazione precedenti, i due modelli possono essere integrati allo 
scopo di costruire strumenti operativi comuni capaci di sfruttare le sinergie da essi 
scaturenti. 
Resta valido quanto già sottolineato in precedenza, ossia che la loro integrazione non 
assume valenza esimente, ai fini della responsabilità amministrativa in sede giudiziale, 
ma ad oggi rappresenta l’unica modalità ritenuta da più parti la più opportuna per la 
gestione degli aspetti ambientali. Si è ancora in attesa di specifiche pronunce 
giurisprudenziali che forniscano supporti concreti alla corretta attuazione del MOG 231. 
 
Per l’integrazione dei due modelli si può partire dalla metodologia PDCA (Plan - Do - 
Check – Act) che è alla base di un SGA e definisce un ciclo continuo di pianificazione, 
attuazione, revisione e miglioramento delle prestazioni ambientali di un’organizzazione.  
                                                 
179 Linee guida Assolombarda SGA/231, Il Sistema di Gestione  ISO14001 ed EMAS  nella prevenzione dei reati 
ambientali  ex d. lgs. 231/2001, maggio 2013, dispensa, pag. 22, www.assolombarda.it 
180Assonime, Reati ambientali e responsabilità amministrativa degli enti, op. cit., p. 16 
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Fonte: UNI UN ISO 14001:2004 
 
Le attività previste per la predisposizione del MOG 231 e del SGA, se analizzate con 
riferimento al ciclo PDCA (o anche detto ciclo di Deming), presentano notevoli punti di 
assonanza, nel dettaglio181: 
• Le attività di pianificazione (SGA) e le attività preliminari alla definizione del 
Modello 231, comportano entrambe la previsione di opportune risorse 
organizzative e l’attribuzione delle responsabilità; 
• Sia la fase di attuazione del SGA sia il MOG 231 prevedono controlli gestionali 
documentati e le attività di formazione del personale; 
• La fase di verifica nel SGA e nel MOG 231, prevede periodici audit, nel caso del 
MOG attivati dallo specifico organo di vigilanza (OdV); 
• l’attuazione e il funzionamento del SGA e del MOG 231 prevedono la 
risoluzione delle criticità emerse nelle attività di auditing anche se nel secondo 
caso non è previsto il concetto di miglioramento continuo. 
In base a ciò, occorrerà integrare quelle parti del SGA che, pur rappresentando buone 
basi di partenza per la predisposizione del MOG 231, non considerano specifichi 
elementi rilevanti.  
 
Se l’intento è quello di sfruttare le sinergie ed i punti di convergenza descritti, occorre 
partire dai Sistemi di gestione già predisposti e attuati, rileggendo in chiave 231 i 
contenuti dell’Analisi ambientale Iniziale, della Politica Ambientale e del Programma, 
                                                 
181 G. Catellani, Responsabilità da reato delle aziende e ambiente..., op. cit., p.42 
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dell’assetto organizzativo e delle responsabilità già assegnate, il coinvolgimento e la 
consapevolezza del personale, le attività di auditing ed infine il controllo operativo e i 
rapporti con i fornitori. 
 
Per costruire un SGA, l’impresa deve attuare una serie di attività che conducano alla 
predisposizione della politica ambientale, documento “disponibile al pubblico” che 
esplicita i principi che ispirano la governance182. Successivamente si darà avvio 
all’Analisi Ambientale Iniziale che consiste nella predisposizione di un documento, 
obbligatorio solo per il regolamento EMAS e opportuno per la ISO 14001, contenente le 
informazioni ambientali rilevanti, al fine di fissare gli obiettivi, i traguardi e i 
programmi necessari ad attuare il miglioramento continuo della gestione. Il primo 
aspetto considerato nell’Analisi ambientale è la misurazione del livello di conformità 
alla normativa ambientale vigente. Il focus dell’analisi è valutare la significatività degli 
impatti ambientali e non il rischio di violazione della normativa applicabile ai singoli 
aspetti. Completata l’Analisi Ambientale iniziale, l’ente dovrà stabilire gli obiettivi che 
intende raggiungere e la tempistica, individuando ruoli e responsabilità del sistema di 
gestione ambientale e predisponendo le procedure che intende attuare183. Si 
determineranno i meccanismi per il monitoraggio delle attività, che saranno attuati in 
fase di verifica, per tenere sotto controllo il mantenimento e l’efficacia del SGA184 ed 
infine il riesame della Direzione al fine di dare nuovo avvio al ciclo di Deming. 
 
L’attività di estensione del SGA, per la prevenzione dei reati 231 comprenderà: 
1. la valutazione, in un’ottica sistemica, della Politica Ambientale e del Codice 
Etico, ampliandone le finalità e il campo di applicazione. Nella tabella seguente 
si evidenziano gli elementi caratterizzanti i due strumenti di comunicazione da 
cui si evincono le relazioni esistenti prima dell’integrazione. 
 
                                                 
182 Riguarda le intenzioni e direttive complessive di un’organizzazione relative alla propria prestazione ambientale 
come espresso formalmente dall’alta direzione. Fornisce un quadro di riferimento per condurre le attività e per 
definire gli obiettivi ambientali  e i traguardi ambientali. UNI UN ISO 14001 
183 Assonime, Reati ambientali e responsabilità amministrativa degli enti, op. cit.  
184 Assonime, Reati ambientali e responsabilità amministrativa degli enti, op. cit., p. 17 
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Tabella 5: Confronto tra Politica Ambientale e Codice Etico 
 
 
Fonte: Linee guida Assolombarda SGA/231, op. cit., pag. 23 
 
La Politica ambientale, da documento di indirizzo strategico e di enunciazione di 
valori e principi guida, dovrà assumere una valenza prescrittiva di alcuni 
comportamenti da tenere, distinguendo tra soggetti apicali e soggetti subordinati 
e diventando un vero e proprio “codice comportamentale”185. La tabella 
successiva mostra la riformulazione della Politica in chiave 231. Si sottolinea 
come, dal concetto di prevenzione degli impatti ambientali (inquinamento), si 
debba passare ad un impegno alla prevenzione dei rischi che questi possano 
verificarsi, nel rispetto dalle legalità come principio fondante. 
 
Tabella 6: Riformulazione della Politica Ambientale in “ottica 231” 
 
 
Fonte: Linee guida Assolombarda SGA/231, op. cit., pag. 24 
 
 
2. l’integrazione dell’Analisi Ambientale iniziale con le attività di risk assessment 
richieste per il MOG, attraverso una specifica identificazione degli ambiti 
                                                 
185 Linee guida Assolombarda SGA/231, Il Sistema di Gestione  ISO14001 ed EMAS  nella prevenzione dei reati 
ambientali  ex d. lgs. 231/2001, maggio 2013, dispensa, pag. 22, www.assolombarda.it 
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operativi dell’impresa a potenziale rischio di commissione dei reati presupposto 
indicati dal Decreto 231, con la successiva misurazione degli stessi. 
Si sottolinea che la conformità normativa è parte essenziale e presupposto dello 
standard ISO 14001 e del Regolamento EMAS, ma non è richiesta la valutazione 
del rischio di commissione dei reati ambientali. 
In questa fase risulta fondamentale la qualità dell’Analisi ambientale, ossia che 
essa sia stata svolta con competenza e sufficiente dettaglio e non sia 
riconducibile ad un mero elenco e descrizione degli aspetti presi in 
considerazione. 
 
Tabella 2: L’Analisi ambientale e il MOG 231 
 
 
Fonte: Linee guida Assolombarda SGA/231, op. cit., p. 15 
 
3. la revisione del Programma ambientale che dovrà includere gli obiettivi e i 




4. l’analisi dell’assetto organizzativo e delle responsabilità già assegnate, da 
rileggere in chiave 231, evitando situazioni di sovrapposizioni di compiti e 
funzioni in relazione alle attività a rischio, distinguendo tra la responsabilità di 
attuazione e la responsabilità di controllo e vigilanza; 
 
5. l’arricchimento degli strumenti di gestione e di controllo e delle procedure 
adottate finalizzandoli anche alla prevenzione dei reati, rafforzando le attività di 
comunicazione, di formazione, di controllo operativo e di sorveglianza 
(integrando protocolli e procedure) e di auditing. Tra gli indicatori di 
performance dovranno essere inserite misure specifiche per il monitoraggio del 
livello di adozione del MOG (ad esempio indicatori di conformità legislativa, 
indicatori di reattività e capacità di adeguamento del SGA, indicatori relativi alla 
capacità di sostenere economicamente il SGA e il MOG 231, indicatori relativi 
alla trasparenza dei processi)186. 
 
Completano le attività di ampliamento del SGA ai fini 231 la nomina dell’OdV, il 
rafforzamento delle attività di formazione e di coinvolgimento del personale delle aree 
“sensibili”, una particolare attenzione alla gestione delle risorse finanziarie per il 
raggiungimento delle finalità prefissate, la predisposizione di un sistema disciplinare per 
i reati ambientali187. Si tratta, in particolare di definire i flussi informativi da e per 
l’Organismo di vigilanza. 
 
Nella  figura seguente si evidenziano gli elementi costitutivi del sistema ISO 14001 ed 
EMAS e i relativi flussi che da essi dovrebbero essere indirizzati all’OdV. 
 
                                                 
186 F. Iraldo, A. Merlin, V. Ursino, Modelli 231 e reati ambientali: quali integrazioni con i SGA?, op. cit. 
187 M. Frey, I sistemi di gestione ambientale EMAS e ISO 14001, la presunzione di conformità del modello 
organizzativo ex d. Lgs. 231/2001 e le indicazioni emergenti dall’esperienza dell’art. 30 del D. Lgs. 81/2008, Atti del 
convegno ECCELSA, Università Bocconi, dicembre 2010 
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Figura 12: Predisposizione dei flussi informativi dal SGA all’OdV 
 
 
Fonte: Linee guida Assolombarda SGA/231, op. cit., p. 39, F. Iraldo L’estensione del D.Lgs. 231 ai reati 
ambientali e il ruolo dei Sistemi di Gestione certificati ISO 14001 ed EMAS, Atti del Convegno, 
Assolombarda, maggio 2013 
 
 
Il ruolo dell’OdV e la necessità che si prefiguri un sistema di comunicazione efficace e 
tempestivo, fa si che i flussi informativi del SGA allo stesso organismo riguardino più 
aspetti quali:  
• le valutazioni relative all’Analisi ambientale e agli indicatori di prestazione e 
funzionamento;  
• le modifiche della Politica Ambientale e degli obiettivi e dei programmi;  
• gli esiti delle attività di audit e di verifica periodica della conformità legislativa;  
• gli esiti delle attività di verifica periodica di terza parte del Sistema;  
• le informazioni relative allo stato di avanzamento delle azioni correttive e 
preventive derivanti dalla segnalazione di non conformità evidenziate; 
• le conclusioni derivanti dall’attività di Riesame e le connesse pianificazioni per 
il ciclo successivo del SGA.  
 
Il flusso informativo prevede indicazioni di feedback da parte dell’OdV verso il SGA 
che si traducono in indicazioni che possono trasformarsi in nuovi obiettivi e piani di 




Figura 13: Predisposizione dei flussi informativi dall’OdV al SGA 
 
 
Fonte: Linee guida Assolombarda SGA/231, op. cit., p. 39,  F. Iraldo L’estensione del D.Lgs. 231 ai reati 
ambientali e il ruolo dei Sistemi di Gestione certificati ISO 14001 ed EMAS, op. cit. 
 
Nel caso specifico di enti registrati EMAS, cui viene richiesta la periodica 
pubblicazione della Dichiarazione Ambientale188, il documento dovrà essere ampliato 
con l’inserimento di informazioni specifiche circa le attività svolte dall’ODV e le 
indicazioni espresse relativamente all’operatività del SGA.  
Per quanto concerne il sistema disciplinare occorrerà ampliare e rafforzare, laddove 
presente, il sistemi premiante/incentivante predisposto nell’ambito del SGA. In questo 
senso si dovranno predisporre/integrare i sistemi disciplinari con l’inserimento di uno 
specifico sistema di provvedimenti che vadano a sanzionare gli scostamenti dai 
comportamenti definiti dal MOG, eventualmente anche con la forma della “mancata 
premialità”. 
L’estensione del SGA per l’attuazione del MOG, dovrebbe tener conto dell’effettivo 
grado di attuazione del primo. Bisognerebbe valutare quanto, nel concreto, il SGA sia 
funzionante, applicato e proporzionato alle caratteristiche dell’ente. 
Non bisogna trascurare il rischio che l’SGA si riveli, al momento dell’implementazione 
del MOG, un mero strumento di immagine, un adempimento burocratico- documentale 
che non tenga conto delle reali esigenze di gestione degli aspetti coinvolti dall’attività 
specifica dell’ente. Occorrerebbe valutare preliminarmente quanto il sistema sia 
                                                 
188 Documento di comunicazione esterna attraverso il quale vengono informati gli stakeholders delle più significative 
attività del SGA in relazione agli aspetti ambientali più rilevanti. 
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effettivamente diffuso, comunicato ed il livello di coinvolgimento del personale nella 
predisposizione delle azioni di miglioramento ed eventualmente intervenire per la 
revisione dello stesso. 
 
3.3 La revisione dello Standard ISO 14001 
 
L’iter di revisione della norma ISO 14001 è stato avviato nel 2012 e si concluderà nel 
2015, si suppone ad ottobre.  
La norma rappresenta lo standard per la certificazione dei SGA più diffuso a livello 
mondiale e costituisce il riferimento anche per la registrazione ai sensi del Regolamento 
Europeo EMAS n. 1221/2009/CE189. 
A luglio 2014 è stato pubblicato il Draft International Standard 14001 che costituisce la 
revisione della precedente versione dello standard ISO14001 del 2004 da cui, dopo un 
periodo di confronto tra gli enti di formazione nazionali e le parti interessate, verrà 
definito il Final Draft International Standard, che rappresenta la versione che precede 
la pubblicazione della forma definitiva. 
Con il processo di revisione, prevista periodicamente per tutti i sistemi di gestione già 
definiti, l’International Organization for Standardization (ISO) ha colto l’occasione per 
stabilire dei requisiti comuni per la loro strutturazione, che fosse applicabile ai vari 
standard e alle loro revisioni.  
I principali fattori comuni di questo processo di revisione sono:  
• la HSL (High Level Structure) da adottare nei Management System Standards; 
• una maggiore attenzione al concetto di gestione del rischio per il raggiungimento 
degli obiettivi (Risk-based thinking). 
Già a partire dal 2012, l’ISO aveva introdotto una struttura unica di riferimento per i 
differenti modelli, l’High Level Structure (HLS) for Management Systems Standards 
(MSS) la cui applicazione è obbligatoria sia per le nuove norme sui Sistemi di Gestione 
sia per la revisione di quelle attualmente in vigore190.  
                                                 
189 Il successo nella diffusione degli standard ISO è dimostrata anche dai dati resi noti nel 2014 relativamente 
all'edizione 2013 che confermano la crescita globale di gli standard: ISO 9001 (qualità), ISO 14001 (ambiente), ISO 
50001 (energia), ISO/IEC 27001 (sicurezza delle informazioni), ISO 22000 (sicurezza alimentare), ISO/TS 16949 
(qualità nel settore Automotive) e ISO 13485 (qualità dei dispositivi medici).  
Il numero delle certificazioni emesse è in generale cresciuto del 4%. 
Per approfondimenti si rinvia a www.iso.org/iso/iso_survey_executive-summary.pdf?v2013 e 
www.dnvba.com/it/information-resources/news/Pages/iso-survey-2013.aspx 
190 Identical structure, text and common terms and definitions for management system standards of the future, Annex 
SL, applicabile ai nuovi standard e alle future revisioni di standard esistenti 
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L’High Level Structure è una struttura comune che dovrebbe assicurare una maggiore 
coerenza e semplicità nell’adozione dei differenti Sistemi di Gestione favorendone 
l’integrazione191. L’esigenza di una nuova e comune struttura delle ISO riflette i 
cambiamenti dell’ambiente competitivo, a cui rispondere con una visione unitaria, 
coerente e sostenibile dei differenti aspetti operativi delle organizzazioni. 
Concretamente questo proposito si traduce in una gestione integrata delle tematiche 
ambientali, di qualità e sicurezza. L’adozione di tale struttura riguarderà tutti gli 
standards attualmente oggetto di revisione (ISO 9001, ISO 14001, ISO 18420, ISO 
19600, ISO 21101, ISO 37101, ISO 34001).  
 
Figura 14: High Level Structure 
 
 
Fonte: S. Tarlon, Sistemi di gestione e Modello organizzativo 231: modifiche e novità introdotte dai nuovi standard 
internazionali, Atti del seminario, I nuovi sistemi di gestione volontari e la loro integrazione con il modello 
organizzativo 231, settembre 2015 
 
Le modifiche che coinvolgeranno direttamente la ISO 14001 sono immediatamente 
individuabili nella struttura su riportata. Le novità rilevanti riguardano il “contesto 
dell’organizzazione”, ed il concetto di leadership. Restano elementi chiave del SGA 
l’approccio per processi e il ciclo di Deming. 
 
L’introduzione del concetto dell’analisi di contesto, mediante la rilevazione degli aspetti 
interni ed esterni, dei bisogni e delle aspettative delle parti interessate e dell’analisi dei 
                                                 
191Standard aderenti allo schema unico già pubblicati secondo tale schema sono: ISO 30301, ISO 22301, ISO 20121, 
ISO 39001, ISO 14298, ISO/IEC 27001, ISO 21101 e ISO 55001. 
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rischi renderà ancora più valide le considerazioni circa l’adozione di un SGA certificato 
ISO per l’esenzione della responsabilità ex D. Lgs. 231/01.  
In attesa di avere la versione definitiva della norma, gli elementi di novità di maggior 
interesse, ad oggi, coinvolgono192: 
1. l’Analisi del contesto 
L’analisi e la comprensione del contesto rappresenterà la fase preliminare di 
predisposizione di un efficace SGA e dovrà tenere in considerazione i fattori interni 
ed esterni in grado di condizionare l’organizzazione nel raggiungimento degli 
obiettivi prefissati. L’analisi e la comprensione del contesto, non solo ambientale, 
sarà rilevante ai fini dell’identificazione degli stakeholders, delle loro aspettative e 
dei loro bisogni. La novità è rappresentata proprio dalla considerazione dei bisogni e 
delle aspettative degli stakeholders. Ciò presume che l’organizzazione debba 
attivare strumenti di rilevazione di questi aprendosi alla comunità esterna in modo 
più critico e profondo rispetto a quanto oggi necessario. Ad esempio si potrà pensare 
di sviluppare strumenti di indagine, intervista, accoglienza, incontro con le comunità 
locali. Questi elementi, dopo l’individuazione, dovranno essere valutati per 




Viene richiesta una maggiore assunzione di responsabilità da parte del top 
management circa il conseguimento degli obiettivi definiti, sulla gestione e sul 
corretto funzionamento del sistema. Tale concetto si presta ad una più puntuale 
assunzione di responsabilità dell’Alta Direzione. Ciò faciliterà l’applicazione dei 
criteri 231 per la distinzione tra la responsabilità dei soggetti apicali e dei soggetti 
subordinati. 
 
                                                 
192 www.dnvba.com/it/information-resources/news 
193 Assolombarda, a cura del Gruppo di lavoro “Qualità Ambiente”, Il processo di revisione della norma 





3. Gestione di prodotti e servizi, Ciclo di Vita e Catena del Valore 
La nuova 14001 introduce nel SGA il concetto di Life cycle perspective, volendo 
considerare in una logica unitaria, gli impatti ambientali connessi ai suoi 
prodotti/servizi lungo tutte le fasi della loro esistenza. 
Al momento non si fa riferimento ad una valutazione completa del ciclo di vita 
(intesa come Life Cycle Assessment) ma si dovrà effettuare un maggior 
approfondimento sugli aspetti a monte e a valle del processo di realizzazione del 
prodotto/servizio che sono sotto il controllo dell’organizzazione. 
La prospettiva del ciclo di vita comporta l’identificazione, la valutazione e la 
gestione degli aspetti ambientali del prodotto e del loro impatto sull’ambiente, in 
tutte la fasi che costituiscono il suo processo di realizzazione.  
La norma, in questo modo, recepisce l’evoluzione applicativa della 14001 nella 
revisione 2004 che ha portato gli enti certificatori e le organizzazioni certificate a 
spingersi in modo naturale, seppure non esplicitamente richiesto, proprio alla 
gestione delle fasi di progettazione e di “fine vita”. 
Il controllo operativo viene esteso andando superando il concetto di “catena di 
fornitura” (supply chain) e passando al concetto più ampio di “catena del valore” 
(value chain) con particolare riferimento ai requisiti ambientali richiesti 
nell’approvvigionamento dei beni e servizi e per controllare i processi di 
outsourcing. 
Anche in questo caso, la nuova 14001, non farà altro che recepire e standardizzare 
prassi che negli ultimi anni sono state stimolate dagli enti di certificazione. 
 
4. Miglioramento continuo (Environmental performance) 
Dal concetto di miglioramento del sistema si passa al concetto di miglioramento 
della prestazione. L’organizzazione dovrà impegnarsi in ottica proattiva per 
proteggere l’ambiente dal degrado. I requisiti per la valutazione delle prestazioni 
ambientali diventano più stringenti e si richiede di stabilire criteri e indicatori di 




Anche il tale concetto viene ampliato considerando una richiesta di maggiore 
orientamento verso gli stakeholder anche mediante l’adozione di strumenti più 
opportuni a tale fine.  
 
6. Considerazione e Gestione di Rischi e Opportunità (Strategic Environmental 
Management) 
La gestione dei rischi e delle opportunità, compresa nell’analisi del contesto iniziale, 
è stata opportunamente considerata alla fine del presente studio poiché si vogliono 
sottolineare alcuni aspetti rilevanti della futura 14001 che renderanno il SGA più 
utile ai fini dell’adozione di un adeguato MOG 231. 
Questa innovazione, introdotta nel 2012 con la struttura normativa del Management 
system standards - High level structure (MSS HLS), rinvia esplicitamente a due 
norme di riferimento, la ISO Guide 73:2009 (Risk management – Vocabulary) e la 
ISO 31000:2009 (Risk management - Principles and guidelines). 
La nuova ISO 14001 conterrà una serie di requisiti specifici allo scopo di finalizzare 
il SGA alla valorizzazione delle opportunità potenziali e alla prevenzione dei rischi 
connessi alle attività svolte.  
L’orientamento sembra quello dell’introduzione del concetto di “organizational 
risk”, comprendendo, in un’ottica più ampia di gestione dei rischi connessi agli 
aspetti ambientali dell’organizzazione194.  
L’identificazione e la valutazione dei rischi e delle opportunità consentiranno di 
pianificare azioni più adeguate alla loro gestione e di conseguenza il miglioramento 
continuo delle prestazioni ambientali. 
L’adozione di corrette metodologie di identificazione dei rischi, in linea con quanto 
richiesto dalla norma 231, è un elemento centrale per una più agevole integrazione 
tra i SGA e i MOG 231 nella prevenzione dei reati ambientali. 
 
                                                 
194 Gruppo di lavoro “Qualità Ambiente”Assolombarda, Il processo di revisione della norma Internazionale ISO 
14001 e le sue implicazioni per le imprese certificate e registrate, op. cit. 
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3.4 Esempi dei contesti operativi degli enti e implementazione 
del MOG 231 
 
Di fonte all’estensione dei reati 231 a quelli di carattere ambientale le imprese si sono 
trovate di fronte a differenti opportunità di azione:  
1. ampliare il MOG 231, se già implementato in precedenza per la prevenzione di 
altri reati presupposto, inserendo i rischi di illecito ambientale a cui si potrebbe 
incorrere; 
2. adottare ex-novo un MOG 231. 
In entrambi i casi occorre valutare la presenza o meno del sistema di gestione 
ambientale in modo da scegliere la modalità più opportuna per la strutturazione. 
Allo scopo di comprendere le migliori opportunità di sviluppo del MOG in relazione al 
SGA, Assolombarda ha predisposto delle Linee guida SGA/231 che si propongono di 
suggerire le migliori pratiche da utilizzare distinguendo quattro scenari possibili: 
 
1) lo scenario in cui il SGA sia già stato adottato in precedenza, sia funzionante e si 
renda necessario un suo potenziamento allo scopo di ottenere sinergie rilevanti con il 
MOG di nuova adozione. 
Come già detto in precedenza le attività da integrare riguarderanno la valutazione e 
gestione del rischio, i processi decisionali, i meccanismi di budgeting e rendicontazione 
delle risorse finanziarie legate agli investimenti, i sistemi di incentivi e disciplinari, 
l’Organismo di vigilanza.  
 
2) lo scenario in cui siano esistenti entrambi e occorra renderli coerenti. Gli strumenti 
costituivi di entrambi dovranno essere armonizzati al fine di evitare incongruenze e 
soprattutto di evitare una duplice visione nella gestione dei medesimi aspetti ambientali 
gestiti. Anche in questo caso occorrerà accordare l’Analisi ambientale alla mappatura 
dei reati, la Politica ambientale al Codice etico, i protocolli alle procedure e alle 
istruzioni operative, etc. La coerenza tra i due modelli si impone allo scopo di 
dimostrare, nelle sedi opportune, il buon funzionamento del MOG 231 e la sua 
condivisione da parte di tutti i soggetti che operano nell’organizzazione. 
 
3) lo scenario in cui sia già stato adottato un Modello 231, adeguato ed ampliato 
successivamente anche ai reati ambientali, senza però aver introdotto un SGA.  
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In questa situazione l’impresa potrebbe considerare l’introduzione di un SGA e 
eventualmente prevederne anche la certificazione. Ciò consentirebbe di completare un 
percorso complessivo che offra delle “garanzie” metodologie e operative presso terzi 
ottenendo un riconoscimento che abbia degli effetti anche in campo competitivo.  
La certificazione, in effetti, consentirebbe di conquistare una maggiore credibilità e 
autorevolezza e di conseguenza di ottenere una maggiore capacità esimente del MOG.  
 
4) lo scenario in cui l’impresa si aprivo di strumenti gestionali e che decida di 
sviluppare un percorso unitario di adozione del MOG 231 e del SGA, in un’ottica 
integrata. In questo scenario i due sistemi, beneficiano della comune fase di 
progettazione e possono risultare particolarmente efficienti e funzionali, minimizzano 
costi e dispendio di risorse. Si tratta prevalentemente di imprese di piccola dimensione 
che scelgono una gestione proattiva dei rischi e degli impatti ambientali connessi alle 
proprie attività.  
Spesso però, considerati i costi di una certificazione, l’adozione del SGA potrebbe 
avvenire per step successivi e senza la formalizzazione dello stesso. 
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4 ANALISI DEL COMPARTO SIDERURGICO E 
VALUTAZIONE DEL PROCESSO DI ADOZIONE DEL 
MOG 231  
 
 
Nel presente studio, dopo aver descritto gli elementi portanti per la strutturazione di un 
adeguato MOG 231, si ritiene utile offrire un’esemplificazione della sua applicazione ad 
un caso reale di impresa a partire da un SGA già predisposto e funzionante.  
Il settore operativo scelto è quello siderurgico poiché, per le attività svolte, presenta 
fisiologici e rilevanti impatti ambientali. La tipologia di produzione “pesante” che lo 
caratterizza è fortemente interessata agli aspetti ambientali in generale e nello specifico 
a quelli indicati nella norma 231.  
Il comparto siderurgico, inoltre, è stato recentemente oggetto di particolare attenzione 
per i fatti di cronaca giudiziaria legata proprio alla gestione degli aspetti ambientali. 
Nel processo di applicazione dello strumento di analisi elaborato al sito produttivo, è 
stata scelta una “impresa ideale”, come impresa con caratteristiche “medie” del 
comparto ma i dati utilizzati sono riferibili ad imprese realmente funzionanti. 
L’azienda considerata produce acciaio mediante processo definito ad “arco elettrico”. In 
effetti quanto sviluppato è estendibile anche a produzioni definite “a ciclo integrale” che 
però in Italia sono ormai estremamente limitate (si pensi al caso ILVA). 
Dopo una preliminare descrizione del comparto siderurgico, a carattere strategico per il 
nostro Paese, si passerà ad un esercizio di applicazione del risk assessment e alla 
predisposizione di un percorso di ampliamento del MOG 231 esistente ai reati 
ambientali integrandolo con i contenuti del SGA. 
 
4.1 Il comparto siderurgico 
 
Il settore siderurgico complessivamente comprende la produzione di ghisa e di acciaio 
(da minerale e da rottame) e le successive lavorazioni degli stessi per la realizzazione di 
semilavorati (lamiere, profilati, tubi, ecc.).  
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Nel 2013 il maggior produttore di acciaio nel mondo è risultata la Cina mentre l’Italia si 
è attestata all’undicesimo posto, dietro alle grandi nazioni emergenti (come India, 
Brasile, Turchia) e alle potenze industriali storiche (come Stati Uniti e Russia).  
Negli ultimi anni la produzione di acciaio in Italia ha fortemente risentito della crisi 
mondiale crollando in modo evidente a partire dal 2008.  
La flessione della produzione, nel 2013, è stata dell’11,7%: si tratta della quarta 
riduzione dal 2008, arrivando a 24,1 milioni di tonnellate annue. Il fatturato segue 
grosso modo lo stesso andamento declinante195. 
Nonostante ciò, l’industria siderurgica italiana, si conferma al secondo posto per volumi 
produttivi in Europa, dopo la Germania. 
 
Figura 15: Dati sulla produzione mondiale di acciaio 
 
  
Fonte: Federacciai, La siderurgia italiana in cifre, 2014 
 
                                                 
195 Dati tratti da: Relazione annuale Federacciai, L’industria siderurgica italiana, Milano, Maggio 2014, Quaderni del 
centro studi consiglio nazionale ingegneri, Il futuro dell’industria siderurgica in Italia, n. 147/2014, p. 15 
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Figura 15: Andamento produzione di acciaio in Italia 
 
 
Fonte: Federacciai, La siderurgia italiana in cifre, op. cit.  
 
Nel grafico seguente, elaborato da Federacciai, si osserva come anche i dati più recenti 
mostrino un trend negativo di produzione (i dati del primo trimestre 2015 mostrano 
livelli di produzione inferiori agli analoghi mesi degli anni precedenti dal 2012 ad oggi). 
Le dinamiche produttive nazionali, molto negative degli ultimi anni, sono l’effetto non 
solo della forte concorrenza internazionale e del calo della domanda interna di acciaio 
da parte delle imprese manifatturiere e di costruzione, ma soprattutto delle difficoltà di 
alcuni siti produttivi italiani come l’ILVA, la Lucchini Piombino e di Trieste e la 
Thyssen Krupp di Terni. 
 
 
Figura 16: Produzione siderurgica mensile in Italia. Periodo compreso tra il 2012 e il 2015 
 
Fonte: Federacciai, La siderurgia italiana in cifre, op. cit.  
 
I dati produttivi risentono dunque, della congiuntura internazionale e di un deciso 
pressing da parte dei paesi emergenti (Cina in primis), del calo della domanda interna a 
causa della recessione ed infine dei problemi giudiziari e finanziari che hanno coinvolto 
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i maggiori gruppi siderurgici, il cui livello produttivo hanno un peso rilevante sui 
volumi di settore. 
 
4.2 La produzione di acciaio in Italia 
 
La produzione di acciaio in Italia segue due modalità differenti: 
1. la “siderurgia integrale” o siderurgia primaria, il cui processo produttivo utilizza 
minerali di ferro come materia prima e carbone come ingrediente energetico 
riducente;  
2. la “siderurgia elettrica” o siderurgia secondaria, il cui processo produttivo 
utilizza il rottame come materia prima e l’energia elettrica come vettore 
energetico.  
Esistono, ma non sono presenti esempi nella realtà produttiva italiana, altri processi di 
produzione di acciaio che si basano rispettivamente sulla riduzione diretta e sulla 
riduzione con fusione del minerale di ferro196. 
Nella figura seguente sono identificati i siti produttivi sul territorio nazionale con 
indicazione degli impianti a ciclo integrale (altiforni e convertitori ad ossigeno) e di 
quelli a tecnologia a forno elettrico o di siderurgia secondaria. 
 
                                                 
196 ISPESL, Acciaieria. Capitolo 1. Notizie generali sul comparto, 2004 
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Figura 17: Distribuzione geografica dei siti produttivi di acciaio in Italia 
  
 
Fonte: Federacciai, La siderurgia italiana in cifre, op. cit. 
 
La siderurgia elettrica, con il 71.8% dell’acciaio prodotto nel 2013, rappresenta la 
modalità produttiva più diffusa, in particolare nelle regioni del nord Italia come la 
Lombardia ed il Veneto197.  
Difficilmente gli stabilimenti siderurgici si limitano alla sola produzione dell’acciaio 
ma, nella quasi totalità dei casi, realizzano quanto meno una prima lavorazione della 
lega allo scopo di ottenere semilavorati o addirittura prodotti finiti nello stesso sito di 
produzione (per esempio “tondino” per l’edilizia, binari, profilati).  
Come conseguenza di ciò, negli impianti siderurgici sono spesso presenti anche linee di 
“trattamento termico”, “laminazione a caldo del prodotto”, “estrusione”, che 
rappresentano ulteriori lavorazioni e dunque fonti di rilevanti impatti ambientali. 
Lo schema successivo illustra il ciclo di produzione dell’acciaio a partire dal minerale 
(ciclo integrale) o da rottame ferroso (seconda fusione). Le due linee di produzione, a 
valle della produzione dell’acciaio fuso, vengono seguite dalle stesse linee di 
trattamento della lega metallica per la produzione dei semilavorati. 
 
                                                 
197 Dati Federacciai, La siderurgia italiana in cifre, cit. 
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Figura 18: Ciclo di produzione integrale (a partire dal minerale) e a forno elettrico (da rottame) 
 
 
Fonte: Federacciai, Acciaio competitivo intelligente e sostenibile, ACIES Vision acciaio 2015, p. 35 
 
Nei siti a produzione integrale, per le peculiari fasi di produzione da svolgere, sono 
presenti impianti a forte impatto ambientale quali le batterie di forni di distillazione del 
carbone fossile (Cokeria) e gli impianti per la produzione della ghisa da affinare 
successivamente in acciaio (Altoforno).  
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In Italia, gli impianti di produzioni a ciclo integrale sono gli stabilimenti di Taranto, di 
Piombino e di Trieste (quest’ultimo privo dell’impianto per la trasformazione della 
ghisa in acciaio), tutti con accesso al mare198. 
Il ciclo di produzione dell’acciaio attraverso il forno elettrico risulta essere più compatto 
rispetto al ciclo integrale.  
 
Figura 19: Forno elettrico per acciaio 
La minore complessità del ciclo produttivo, la 
capacità di adattarsi con più rapidità e 
flessibilità agli orientamenti del mercato e 
l’accresciuta disponibilità di rottame di 
acciaio, hanno reso più conveniente l’adozione 
di questa tecnologia tale da spiegare i dati di 
produzione in precedenza indicati. 
Il processo produttivo di un acciaieria elettrica 
è anche detto di “seconda fusione”199 poiché 
prevede l’utilizzo di rottame ferroso di recupero per la produzione di acciaio. 
 
Nella figura successiva sono state evidenziate le attività che costituiscono il ciclo 
produttivo caratterizzante la siderurgia elettrica. 
 
                                                 
198 Nell’anno 2013 il 28.2% dell’acciaio in Italia veniva prodotto con questa tecnologia 
199Anche denominata ad “arco elettrico” 
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Figura 20: Ciclo di produzione dell’acciaio integrale (a partire dal minerale) e, evidenziato, con 


















Fonte: ISPESL, Acciaieria. Notizie generali sul comparto, op. cit. 
 
La produzione dell’acciaio fuso all’interno del forno elettrico è denominato Tap to Tap 
e si compone di più fasi ripetute ciclicamente quali: 
a) la carica nel forno del rottame e dei fondenti, ripetuta anche più volte 
all’interno dello stesso Tap to Tap; 
b) la fusione vera e propria; 
c) la scorifica, per la eliminazione della scoria di materiale che si viene a creare 
superficialmente al bagno fuso e l’eliminazione di tutti i componenti non 
necessari alla lega; 
d) la colata dell’acciaio fuso.  
Nel corso del Tap to Tap è quasi sempre necessario caricare più volte nel forno la 
materia prima (rottame) contenuta in “ceste”. 
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Figura 21: Posizionamento della cesta, contente il rottame, sopra il forno per la carica 
 
Fonte: ISPESL, Acciaieria. Notizie generali sul comparto, op. cit. 
 
La fase di carica del rottame, all’interno del bagno a 800-1000°C di acciaio fuso, è 
sicuramente un momento particolarmente critico sotto il profilo ambientale in quanto, 
l’apertura del tino fusorio e la caduta del rottame di carica, creano l’emissione 
turbolenta di una grande quantità di fumo e di polveri.  
 
Figura 22: Fase di carica: aperture delle “valve” della cesta e caduta del rottame per gravità nel 
bagno fuso che generano elevate quantità di fumo 
 
Fonte: ISPESL, Acciaieria. Notizie generali sul comparto, op. cit. 
 
Assieme al rottame ferroso, nel forno elettrico, vengono caricate sostanze fondenti, 
scorificanti e additivanti di metallo e per effetto del calore prodotto dall’energia 
elettrica, fornita tramite un sistema trifase di elettrodi di grafite e da bruciatori ossi-
metanici, avviene la fusione. 
La fase di fusione vera e propria ha durata variabile a seconda della potenzialità del 
forno e della qualità di acciaio da produrre, solitamente si aggira tra i 60 - 120 minuti. 
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Figura 23: Fase di fusione: immagini di un forno elettrico per la fusione del rottame in acciaio 




Fonte: ISPESL, Acciaieria. Notizie generali sul comparto, op. cit. 
 
 
Terminata la fusione, l’acciaio liquido prodotto viene “affinato” in un secondo forno 
elettrico e quindi colato in appositi contenitori (stampi di opportune dimensioni in 
funzione della successiva lavorazione) per l’ottenimento di “lingotti” di acciaio o in 
linee chiamate di “colata continua”, per la produzione di profilati lunghi a diversa 
sezione detti billette o blumi (semilavorato a sezione quadrata) e bramme (semilavorato 
a sezione rettangolare). 
 
Figura 24: Lingottiere posizionate sul “campo di colata” pronte ad essere riempite di acciaio 
liquido e operatore impegnato a seguire la fase di colata  
 
Fonte: ISPESL, Acciaieria. Notizie generali sul comparto, op. cit. 
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Figura 25: Impianto di “colata continua” per la produzione, in continuo, di profilati lunghi a 
partire dall’acciaio fuso 
 
Fonte: ISPESL, Acciaieria. Notizie generali sul comparto, op. cit. 
 
 
Ciascuna di queste fasi rappresenta un momento molto delicato dal punto di vista degli 
aspetti ambientali coinvolti e per gli impatti che possono essere generati. 
 
 
4.3 Cenni sulle normative ambientali di settore 
 
4.3.1 Direttiva IPPC 
 
Da anni ormai, data la rilevanza che la tutela dell’ambiente ha assunto, le attività 
industriali ad elevato potenziale di inquinamento sono soggette al rispetto di specifici 
obblighi normativi definiti dall’Unione europea.  
La Direttiva 96/61/CE, successivamente aggiornata con la Direttiva 2008/1/CE, meglio 
note come direttive IPPC (Integrated Pollution Prevention and Control), rappresentano 
il principale strumento di prevenzione e controllo dell’inquinamento200. La Direttiva 
2008/1/CE è stata sostituita dalla nuova Direttiva 2010/75/UE sulle Emissioni 
Industriali (IED – Industrial Emissions Directive) che come sottotitolo mantiene il 
riferimento alla Prevenzione e Limitazione Integrate dell’Inquinamento201. La Direttiva 
IPPC è stata recepita per la prima volta dal Governo italiano attraverso il 





D.Lgs. 59/2005, ora abrogato e ricompreso, con modifiche successive, nel Dlgs 152/06 
e s.m.i..  
 
Le Direttiva IPPC nascono allo scopo di conseguire una prevenzione e un controllo 
integrati dell’inquinamento stabilendo che gli impianti funzionino secondo 
autorizzazioni che prevedono valori limite per le emissioni o altre misure tecniche 
basate sull’uso delle migliori tecnologie disponibili per prevenire o ridurre le emissioni 
nell’acqua, nell’aria e nel suolo, e affrontare altri impatti ambientali202. 
La finalità di tali interventi normativi può essere perseguita solo agendo sulle fonti delle 
attività inquinanti attraverso un “approccio integrato” degli impatti (acqua, aria, suolo e 
rifiuti). Ciò richiede la valutazione tecnica delle prestazioni ambientali del processo 
produttivo e a tale scopo sono stati predisposti i documenti tecnici comunitari IPPC 
denominati “BRef”, editi dallo stesso ufficio IPPC della UE.  
L’Unione Europea, infatti, si è attrezzata per favorire l’attuazione della direttiva IPPC 
creando un apposito ufficio, operante presso il Centro comunitario di ricerca di Siviglia. 
L’ufficio “IPPC” coordina una serie di gruppi tecnici che sono incaricati della redazione 
di documenti di riferimento per l’individuazione delle migliori tecnologie, i cosiddetti 
Best Available Techniques Reference documents (BRefs). L’Italia contribuisce ai lavori 
dei gruppi tecnici, con il coordinamento del Ministero dell’Ambiente.  
L’introduzione di tali norme ha condotto ad un superamento della precedente politica 
del Command and Control per promuovere una “valutazione integrata” delle diverse 
problematiche ambientali attraverso il controllo, la conoscenza e la prevenzione 
derivante dall’adozione delle migliori tecnologie disponibili (Best Availables 
Tecnologies - BAT). 
Le Migliori tecniche disponibili (BAT o MTD) sono da considerarsi come l’indicazione 
delle migliori tecnologie compatibili con la disponibilità tecnologica ed economica del 
settore operativo, sulla base di quanto esistente a livello europeo. 
Di seguito si riporta la  definizione estratta dalla Direttiva 2010/75/UE (anche 
denominata “Direttiva IED”). 
                                                 
202 http://europa.eu/legislation_summaries/environment/soil_protection/ev0027_it.htm 
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Figura 26: Definizione di Migliori tecniche disponibili estratta dalla Direttiva 2010/75/UE 
 
 
Il settore siderurgico, per la natura delle attività svolte ad alto impatto ambientale, è 
soggetto alla disciplina comunitaria IPPC (ora modificata IED). 
L’attuale documento tecnico BAT, relativo alla produzione di acciaio, è il Reference 
Report (JRC), di recente edizione dopo una revisione della prima versione durata oltre 
dieci anni203. 
 
                                                 
203 Best Available techniques (BAT) Reference Document for Iron and Steel production, Industrial Emissions 
Directive 2010/75/EU (IPPC), 2013 
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Figura 27: Documento BRef relativo al comparto siderurgico 
 
 
Ai sensi della normativa IPPC, tutti gli impianti di produzione e trasformazione 
dell’acciaio sono tenuti alla rigorosa applicazione delle Migliori Tecniche Disponibili 
(BAT – Best Available Tecniques), illustrate nel BRef e successivamente recepite per il 
comparto siderurgico con Decisione di esecuzione della Commissione  28 febbraio 2012 
che stabilisce le conclusioni sulle migliori tecniche disponibili (BAT) per la produzione 
di ferro e acciaio ai sensi della direttiva 2010/75/UE del Parlamento europeo e del 
Consiglio relativa alle emissioni industriali.  
 
 
Tenuto conto degli elevatissimi livelli di prestazione richiesti dall’applicazione delle 
Conclusioni sulle BAT per la siderurgia, che si traducono in livelli di emissione 
associati (BAT-AEL) estremamente ambiziosi, il processo di adeguamento degli 
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impianti costituirà nei prossimi anni un’importante sfida per le imprese del settore sia 
dal punto di vista tecnico che economico. 
 
Gli stabilimenti soggette ad IPPC, come le acciaierie, la cui produzione supera 
determinate soglie, necessitano del provvedimento “Autorizzazione Integrata 
Ambientale” o, più sinteticamente, “A.I.A.” che richiede la puntuale verifica di 
rispondenza alle BAT204.  
L’esistenza di un riferimento tecnico, a carattere prescrittivo, può costituire un 
vantaggio per un comparto produttivo poiché in questo modo si ha a disposizione uno 
standard ambientale di riferimento ben preciso. 
Tuttavia, la presenza di standard a cui uniformarsi, rende più oggettiva la valutazione 
sull’adeguatezza tecnica degli impianti sia in sede di autorizzazione ad esercire sia in 
caso di modifiche delle attività o di eventuali contestazioni legali.  
 
 
4.3.2 Norme volontarie 
 
In base ai dati del Rapporto Ambiente Federacciai del 2011, ben oltre il 70% della 
produzione nazionale di acciaio viene realizzato in impianti dotati di sistemi volontari di 
gestione ambientali certificati ISO 14001 e più della metà degli stabilimenti di 
produzione acciaio, a livello nazionale, sono dotati di un sistema di gestione ambientale 
certificato205. Il Rapporto sottolinea la centralità degli sforzi fatti dal comparto nella 
direzione di un miglioramento della gestione degli aspetti ambientali, sottolineato 
dall’adozione dei SGA certificati, a cui però non sono seguiti semplificazioni e 
agevolazioni tali da incentivarne la diffusione206.  
 
                                                 
204 Autorizzazione che racchiude in un unico atto amministrativo il permesso a rilasciare inquinanti in aria, acqua, 
suolo e che viene rilasciata solo previo rispetto di precise condizioni ambientali derivanti dagli studi comunitari.. 
L'attuale provvedimento nazionale di riferimento è rappresentato dal Titolo III-bis della Parte II del Dlgs 3 aprile 
2006, n. 152 (Parte relativa alla disciplina Via, Vas e Ippc), introdotto nel "Codice ambientale" dal D.Lgs. 128/2010, 
e poi ampiamente modificato dal D.lgs 4 marzo 2014, n. 46, provvedimento di recepimento della già descritta 
direttiva 2010/75/Ue sulle emissioni industriali. www.reteambiente.it – Quadro generale IPPC/Aia 
205 Il numero di impianti certificati alla fine del 2011 che è cresciuto di oltre il 50% rispetto al 2008. Federacciai, 
Rapporto Ambientale 2011 www.federacciai.it/Pdf/RapportoAmbientale/Rapporto_Ambientale_2011.pdf 
206 La normativa nazionale riconosce una maggior durata dell’Autorizzazione Integrata Ambientale (AIA) alle 
imprese con sistemi di gestione certificati 
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Figura 28: Certificazioni ISO 14001 delle acciaierie dal 2001 al 2011 
 
 
Fonte: Federacciai, Rapporto Ambientale 2011 su dati ACCREDIA, p. 45 
 
L’adozione di un SGA certificato ha il chiaro scopo di sfruttare i vantaggi da esso 
derivanti in termini di immagine e di competitività. Solo in poco casi, in effetti, si è 
scelto di non adottare un SGA ai sensi della ISO 14001:2004 o di non certificarlo. 
 
Sempre dal Rapporto risulta che, nonostante lo sviluppo e i buoni risultati derivanti 
dalla adozione dei SGA, risultano ancora limitati i meccanismi di agevolazione e di 
semplificazione necessari ad incentivarne la diffusione sia a livello comunitaria sia a 
livello nazionale. 
La normativa nazionale riconosce, ad esempio, una maggior durata dell’Autorizzazione 
Integrata Ambientale (AIA) alle imprese con sistemi di gestione certificati e alcune 
minori facilitazioni sono riconosciute da alcune normative regionali (ad esempio la 
riduzione dell’importo delle fideiussioni in tema di gestione dei rifiuti), ma queste 
misure andrebbero rafforzate e incrementate soprattutto come strumento di 
semplificazione del rapporto con la Pubblica amministrazione. 
La richiesta del comparto sembra essere quella di ridurre alcuni vincoli di 
autorizzazione-verifica nel caso sia accertato l’esistenza di un SGA certificato e 
funzionante, che dimostri un reale impegno nella gestione proattiva degli aspetti 
ambientali. 
La normativa italiana, al di là delle agevolazioni specifiche, riconosce la centralità del 
sistema di gestione ambientale poiché ha recepito, nelle BAT di settore, le indicazioni 
previste nel BRef che richiamano ad un Environmental management systems. 
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Figura 29: EMS sviluppato nel BRef  
 
 
Di seguito riporta lo stralcio della Decisione di esecuzione della Commissione  del 28 
febbraio 2012, in cui si stabilisce nelle BAT la predisposizione di un SGA secondo 
criteri elencati in modo dettagliato, i cui caratteri possono essere facilmente sovrapposti 




Il campo di applicazione (per esempio il livello di dettaglio) e la natura del sistema di 
gestione ambientale (per esempio standardizzato o non standardizzato) saranno 
generalmente legate alla natura, alle dimensioni e alla complessità dell'installazione e 
alla gamma di impatti ambientali che esso può comportare208. 
 
In questo quadro, il SGA e il MOG 231 non possono che fondare le proprie valutazioni 
di analisi proprio sui documenti tecnici comunitari disponibili che permettono di 
identificare gli aspetti ambientali, valutarne gli impatti rispetto agli standard e verificare 
la rispondenza delle soluzioni impiantistiche e gestionali adottate.  
 
                                                 
207 Si parla genericamente di un sistema di gestione ambientale senza un richiamo formale allo standard UNI EN ISO 
14001:2004 ma dalla lettura dei requisiti richiesti si può notare chiaramente una piena adesione ai criteri dello stesso 
208 Decisione di esecuzione della Commissione  del 28 febbraio 2012, L.70/63 
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4.4 Descrizione degli impatti ambientali generati dalle attività 
 
L’immagine di un’impresa è sempre più condizionata dalla capacità di gestire gli 
impatti ambientali connessi con la propria attività produttiva e dalla sua capacità di 
comunicare opportunamente con tutti gli stakeholders, in particolare con la comunità in 
cui opera. 
Oggi, infatti, l’opinione pubblica ha sviluppato una maggiore sensibilità su questi temi 
soprattutto per i risvolti sulla salute, che ha spinto i governanti a definire degli strumenti 
normativi ad hoc per la loro gestione. 
 
Il settore siderurgico si presta ad essere oggetto di notevoli attenzioni sulle modalità di 
svolgimento delle attività. Le numerose autorizzazioni previste e le varie norme 
tecniche a cui deve rispondere dimostrano la crucialità dello stesso in materia 
ambientale. Quando si parla di impatti del settore siderurgico o di inquinamento, il 
primo pensiero va alle emissioni in atmosfera, che sono l’aspetto più “visibile” per la 
comunità in cui un’impresa opera. In un impianto siderurgico di seconda fusione gli 
inquinanti atmosferici sono composti principalmente da polveri (per lo più costituiti da 
ossidi di metalli) ma anche da composti gassosi tra i quali CO2, NOx, VOC (composti 
organici volatili), da diossine e da furani. Gli inquinanti derivano dalla fusione del 
rottame ferroso che, per sua natura, può essere composto di parti di materiale verniciato, 
lubrificato e inquinato da materiale plastico. 
Nella realtà produttiva del comparto però queste emissioni rappresentano solo una parte, 
seppur rilevante, degli impatti che le varie fasi produttive e di successiva lavorazione 
dell’acciaio possono generare.  
La Figura 30 rappresenta tutti i flussi di massa ed energia tipici del ciclo produttivo 
dell’acciaio con forno elettrico mostrando il corrispondente impatto sull’ambiente.  
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Figura 30: Flusso di materiale e di energia per la siderurgia elettrica 
 
Fonte: ISPESL, Acciaieria, Impatto e rischio ambientale del comparto, capitolo 4, op. cit. 
 
Si desume che le matrici ambientali, o componenti ambientali, interessate dagli impatti 
di queste attività sono209: 
• l’aria, con le emissioni che possono essere canalizzate (convogliate) o diffuse; 
• il rumore, definito come inquinamento acustico; 
• l’acqua, mediante gli scarichi convogliati, il dilavamento delle superfici delle 
attività lavorative e il dilavamento dei rifiuti solidi; 
• il suolo, con i rifiuti solidi, gli scarichi non convogliati e le ricadute aerodispersi. 
Nei successivi paragrafi verranno presentati i principali impatti conseguenti alla 
produzione di acciaio con tecnologia di seconda fusione. 
Tra questi, sono da evidenziare, le emissioni di polveri, la produzione di rifiuti, rumore, 
calore e fanghi dall’impianto di trattamento acque (depuratore). 
                                                 
209 ISPESL, Acciaieria, Impatto e rischio ambientale del comparto, Capitolo 4, op. cit. 
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E’ evidente che, nell’ambito del SGA, tutti gli impatti ambientali dovranno essere 
identificati, misurati e gestiti ma solo una parte di essi si riveleranno in effetti 
“significativi” (nell’accezione prevista dalla norma ISO 14001) e ancora meno sono 
quelli di interesse 231. 
Come più volte precisato, infatti, non tutti gli impatti ambientali costituiscono reato ma 
solo quelli esplicitamente rientranti nell’elenco dei reati presupposto indicati 
dall’art. 25-undecies ex D. Lgs. n. 231/01. 
 
4.4.1 Le emissioni in atmosfera 
 
Le emissioni in atmosfera costituiscono uno degli aspetti ambientali maggiormente 
rilevanti per l’industria siderurgica.  
Il forno ad arco elettrico (EAF) è il principale protagonista dell’inquinamento 
aerodisperso di questo comparto produttivo, sia per quanto concerne il contributo di 
particelle solide, di polveri e di fumi derivanti da condensazione di ossidi e vapori di 
metalli, sia per la frazione costituita da inquinanti inorganici e organici allo stato 
gassoso210. La qualità del rottame introdotto in forno, le polveri e le alte temperature 
generano la potenziale emissione di micro-inquinanti quali diossine, furani, PCB e PCT. 
Nel corso del ciclo di fusione (Tap to tap), l’impianto emette una grande quantità di 
fumi di combustione ad alta temperatura, con elevata presenza di polveri. Tali fumi, se 
non correttamente intercettati e filtrati, generano una significativa emissione diffusa di 
inquinanti in atmosfera con possibili ricadute sulla qualità dell’aria del territorio 
limitrofo211.  
                                                 
210 ISPESL, Acciaieria, Impatto e rischio ambientale del comparto, capitolo 4, op. cit 
211 Tra i vari inquinanti atmosferici, le polveri cosiddette “sottili”, sono diventate oggetto negli ultimi anni di sempre 
maggiore attenzione 
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Figura 31:  Spillaggio dell’acciaio e spruzzaggio di polvere refrattaria tramite lancia 
 
Fonte: ISPESL, Acciaieria, Impatto e rischio ambientale del comparto, capitolo 4, op. cit. 
 
La quantità e la composizione delle polveri prodotte durante il processo di lavorazione 
dipendono principalmente dalla qualità del rottame utilizzato, ma anche dalla 
configurazione impiantistica e dalle procedure di lavorazione adottate. Le problematiche 
di captazione e di abbattimento delle emissioni del forno elettrico sono estremamente 
difficili da gestire. Le azioni di contenimento individuabili sono:  
• la riduzione delle emissioni mediante controllo di parametri di processo; 
• la captazione delle emissioni mediante un complesso sistema di aspirazione dei 
fumi;  
• l’abbattimento delle emissioni con impianti di filtro a tessuto;  
• la prevenzione e gestione dei malfunzionamenti.  
 
Figura 32: Immagini di emissioni di polveri da acciaieria in emissione  
 
 
Fonte: ISPESL, Acciaieria, Impatto e rischio ambientale del comparto, capitolo 4, op. cit. 
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4.4.2 Il rumore 
 
Nel BAT Reference Document (BRef), relativo alla produzione di ferro e acciaio, le 
emissioni di rumore vengono riferite alle seguenti sorgenti: reparto di fusione ivi 
incluso l’EAF, parco rottame, depolverazione delle emissioni primarie, depolverazione 
delle emissioni captate tramite cappa, impianti trattamento acqua212. 
La produzione di acciaio genera un’elevata emissione di rumore nelle fasi di 
approvvigionamento del rottame (si pensi alla movimentazione del materiale metallico 
nelle aree di deposito denominate “Parco rottame”), così come nell’attività fusoria, 
quando il rottame all’interno del forno viene sottoposto ad enormi sollecitazione per 
permetterne la fusione. Si genera rumore anche nei punti di aspirazione e di 
convogliamento dei fumi necessari per la gestione dell’aspetto delle emissioni in 
atmosfera (i ventilatori installati e gli stessi camini di sbocco sono tipicamente fonti di 
elevata rumorosità). 
A queste sorgenti si possono aggiungere ulteriori fonti come i motori, gli utensili di 
taglio, le presse, le pompe, i compressori e tutte le attività di carico e scarico del rottame 
metallico nell’apposito parco. 
La gestione di questo aspetto è fondamentale affinché il sito produttivo possa continuare 
la propria attività nonostante la prossimità ai centri abitati. Nella gestione del rumore 
significativo può essere anche il contribuito di variabili meteorologiche come il vento 
che può aumentarne la significatività dell’impatto sulle comunità locali.  
La gestione del rumore, tema fondamentale nell’ambito delle pratiche autorizzative e 
per il SGA conforme alle norme UNI EN ISO 14001, non rientra però nell’elenco dei 
reati presupposto del Decreto 231 e dunque non dovrà essere oggetto dell’analisi di 
rischio. 
 
4.4.3 Il consumo di risorsa idrica e scarico 
 
L’impresa siderurgica, nel suo ciclo produttivo, utilizza l’acqua essenzialmente per 
raffreddare gli impianti e per raffreddare/condizionare alcune materie prime, alcuni gas 
di processo (ad es. i gas in uscita dal forno), l’acciaio stesso e i materiali di risulta (ad 
es. le scorie).  
I consumi idrici a uso industriale sono dunque riconducibili alle seguenti attività:  
                                                 
212 ISPESL, Acciaieria, Impatto e rischio ambientale del comparto, capitolo 4, op. cit. 
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• raffreddamento degli impianti;  
• solidificazione dell’acciaio fuso in billette;  
• raffreddamento dei gas prodotti dal forno;  
• trattamento termico nei laminatoi;  
• abbattimento della frazione solida in sospensione nell’aria di trasporto 
dell’impianto di frantumazione dei pacchi rottame.  
La quantità di acqua necessaria è piuttosto elevata ed infatti le acciaierie sono costruite 
spesso in prossimità di grosse risorse idriche come fiumi, laghi o in prossimità del mare. 
 
Sotto il profilo degli scarichi idrici esiste un oggettivo problema di contaminazione 
delle acque utilizzate nel processo. Le attività siderurgiche, infatti, necessitano di 
ingenti quantità di idrocarburi (oli e grassi), essenziali per il funzionamento delle potenti 
macchine “oleodinamiche” che movimentano, pressano o tagliano le materie prime e il 
prodotto. La così alta presenza di olio genera un rischio 231 legato non solo al rischio di 
contaminazione della falda e del suolo, ma anche al possibile scarico di acque reflue con 
concentrazione di inquinante superiore ai limiti di legge. 
 
4.4.4 I residui dei processi siderurgici: i rifiuti prodotti 
 
Tra i principali residui dei processi siderurgici meritano particolare attenzione le polveri 
da abbattimento fumi, le scorie siderurgiche e i refrattari. Alcuni di questi residui si 
prestano ad una loro valorizzazione e ad un successivo reimpiego in diverse 
applicazioni. 
Le polveri di acciaieria sono il prodotto dell’attività di filtrazione dei fumi prodotti 
dall’attività fusoria. Gli impianti di abbattimento che trattano il fumo aspirato sono 
costituiti da filtri a tessuto (denominati filtri a maniche) che intercettano le polveri e, 
con l’ausilio di specifici nastri trasportatori, le raccolgono in sacchi, sili o cassoni 
dedicati. Le portate (quantità di fluido per unità di tempo) di fumo aspirate, trattate nel 
filtro e poi emesse dal camino sono piuttosto ingenti e si misurano in milioni di metri 
cubi all’ora di gas. I filtri installati devono garantire prestazioni superiori al 99% e 
concentrazioni residuali al camino dell’ordine dei 5-10 mg/Nm3 di inquinate (limite 
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autorizzato in A.I.A.). Se i fumi non fossero filtrati verrebbero emesse in atmosfera 
tonnellate di polveri. 
Sulla base dei dati di letteratura (fonte ISPEL e IPPC), se l’impianto è ben gestito, si 
possono raccogliere dai 9 ai 30 kg di rifiuto per tonnellata di acciaio prodotto che per 
una produzione minima di 25,t tonnellate/ ora di acciaio (limite minimo per impianti 
IPPC), corrisponde alla produzione di 500-1000 kg al giorno di polveri che dovranno 
essere spedite come rifiuto. Tali poveri sono ricche di metalli pesanti, come zinco, 
cromo, cadmio, manganese e rame, che rendono il rifiuto pericoloso per l’ambiente 
acquatico e variano a seconda della qualità di acciaio prodotto.  
Il processo di raccolta e smaltimento di elevate quantità di un rifiuto pericoloso (Codice 
Europeo dei Rifiuti CER 10 02 07*), perlopiù estremamente polverulento e soggetto a 
dispersione eolica, introduce alti rischi 231. I fenomeni di “spolveramento” e di 
“imbrattamento”, spesso denunciati dalla popolazione locale nei confronti dell’attività 
siderurgica, è legata proprio alla gestione di questo materiale. 
 
Figura 33: Poveri da abbattimento fumi di acciaieria 
 
 
Fonte: ISPESL, Acciaieria, Impatto e rischio ambientale del comparto, capitolo 4, op. cit. 
 
Si intuisce quale possa essere l’impatto ambientale ed economico dell’attività di 
gestione del rifiuto. 
Altro rifiuto prodotto dalle attività di trasformazione dell’acciaio sono le scorie che 
derivano dall’attività di “scorifica” del bagno fuso realizzata durante il Tap to tap.  
Le scorie di acciaieria, in condizioni normali, non presentano caratteristiche di 
pericolosità tali da richiedere l’identificazione europea con Codice Europeo del Rifiuto 
pericoloso (CER “asteriscato”). Questo materiale si presta ad essere recuperato, vi è un 
infatti un forte impegno nel cercare di promuovere la possibilità di un suo utilizzo per la 
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realizzazione di opere di ingegneria civile e costruzioni stradali, trattandosi di un 
materiale assimilabile agli inerti naturali per composizione chimico-fisica e con 
caratteristiche prestazionali talvolta superiori.  
 
Figura 34: Immagini relative alla gestione della scoria di acciaieria 
 
Fonte: ISPESL, Acciaieria, Impatto e rischio ambientale del comparto, capitolo 4, op. cit. 
La questione che si pone è relativa alla gestione delle elevate quantità di scorie 
complessivamente prodotte il cui smaltimento o recupero generano ingenti costi che 
potrebbero motivare comportamenti a rischio 231. 
 
Un ultimo significativo rifiuto è costituito dal refrattario che altro non è se non il 
materiale con cui vengono protette tutte le parti dell’impianto a contatto con l’acciaio 
fuso a 800-1000°C. Solitamente si tratta di mattoni, lastre, cilindri di composti a base di 
magnesio e cromo il cui smaltimento costituisce un elemento di significativo impatto 
per il ciclo produttivo. Tale materiale è soggetto a continua usura e deve essere 
frequentemente rimosso dagli impianti e sostituito. 
 
Figura 35: : Immagine relativa alla gestione del refrattari reperibile in letteratura 
 
Fonte: ISPESL, Acciaieria, Impatto e rischio ambientale del comparto, capitolo 4, op. cit. 
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4.4.5 Il Rifiuto “recuperato” e EOW in ingresso 
 
La produzione secondaria prevede l’utilizzo del rottame ferroso per la produzione 
dell’acciaio proveniente da attività di demolizione (edilizia o industriale), da scarti di 
lavorazione (come trucioli, residui di lamierino da taglio di materiale stampato), da 
sottoprodotti industriali (colaticci, bricchette, ghisa); da rifiuti urbani e speciali. 
Lo stabilimento siderurgico può essere autorizzato alla ricezione e al recupero del 
rifiuto ex D. Lgs. 152/06 attuando quanto previsto dal Regolamento Europeo 
n. 333/2011 oppure, più frequentemente, accetta rottame ferroso E.O.W. (End of Waste) 
ossia già escluso dalla normativa rifiuto in quanto proveniente da impianti di recupero. 
Indipendentemente dallo status giuridico con cui il materiale entra in acciaieria, il 
rottame è, nella quasi totalità dei casi, strettamente legato ad un’attività di recupero che 
deve essere autorizzata secondo la normativa vigente che garantisce che la qualità del 
materiale risponda a determinati requisiti (limiti sulla presenza di materiali estranei, di 
idrocarburi, di parti verniciate, di materiali plastici, di materie radioattive, di 
contaminanti specifici, etc.). 
Nella realtà non è facile garantire che il rottame risponda ai requisiti di legge, 
soprattutto quando l’approvvigionamento avviene da paesi extra europei (ad es. si 
consideri l’ex Unione Sovietica). È dunque alta la probabilità che la gestione del 
processo di acquisto e selezione della materia si presti a contestazioni ambientali con 
risvolti sulla gestione dei rischi 231. 
 
4.5 Processo di implementazione del MOG 231 in un’impresa 
siderurgica 
 
L’analisi sviluppata nel § 4.4 (Descrizione degli impatti ambientali generati), ha 
evidenziato tutti i flussi di materiale ed energia tipicamente in ingresso e in uscita da 
uno stabilimento siderurgico da cui si originano impatti ambientali. Come indicato solo 
alcuni di questi però si traducono in rischi ai sensi del Decreto 231. 
Prima di passare al caso concreto di implementazione di un MOG 231 (a partire da un 
SGA) appare utile ricordare alcuni elementi chiave.  
Gli aspetti ambientali,considerati da un modello di gestione ambientale, sono tutti quelli 
che potenzialmente hanno impatto sullo stesso, mentre vengono gestiti quelli che 
generano un impatto considerato significativo. L’attuazione dei SGA ha come 
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condizione necessaria la conformità delle attività svolte alla normativa vigente in 
materia ambientale. La periodica verifica è documentata e nel caso di difformità dalla 
norma la conseguenza è la segnalazione di una non conformità che si innesta nel ciclo di 
Deming per il miglioramento continuo (4.3.2 Prescrizioni legali e altri prescrizioni e 
4.5.2 Valutazione del rispetto delle prescrizioni, ISO 1400:2004). 
Con riferimento al MOG 231, pur rimanendo uno strumento volontario, in caso di 
commissione dei reati-presupposto ambientali, il mancato rispetto della norma comporta 
invece conseguenze giudiziarie sul piano economico-finanziario, operativo e di 
immagine.  
 
4.5.1  Introduzione al caso aziendale 
 
Dopo aver definito gli aspetti ambientali coinvolti nel processo siderurgico a ciclo 
elettrico ed elencato i principali impatti ambientali, in un ottica di convergenza tra i 
SGA e i rischi 231 è possibile prendere in considerazione un caso pratico di 
applicazione. Per esigenze di riservatezza, l’azienda di riferimento sarà indicata come 
“Acciaio S.p.A.” e ogni riferimento alla specificità del sito produttivo è stato omesso 
dall’elaborato pur essendo stato oggetto di studio per lo sviluppo degli argomenti. 
Il percorso di analisi seguito è sintetizzato nello schema seguente ed illustrato nei 
paragrafi successivi. 
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4.5.2 Analisi di tipicità  
 
In base alle informazioni di settore e alle informazioni relative al ciclo produttivo 
descritto si è predisposta un’”Analisi di tipicità” ai fini 231. 
La necessità è quella di contestualizzare gli strumenti operativi necessari alla successiva 
implementazione di un MOG 231 che sia “disegnato” sulle esigenze dell’impresa e 
delle caratteristiche del suo contesto operativo.  
L’analisi consiste di più attività: 
a) elencare le aree di investigazione che abbiano rilevanza nell’attività di 
progettazione del MOG 231; 
b) valutare tali aree in relazione allo specifico settore di interesse. Nel caso in 
studio si evidenziano gli elementi comuni delle imprese che hanno adottato la 
tecnologia ad arco elettrico; 
c) approfondire tali aree nell’impresa di riferimento Acciaio S.p.A. 
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Figura 37: Analisi di Tipicità 
 
L’Analisi di tipicità si rende necessaria per comprendere appieno le peculiarità 
dell’impresa oggetto di analisi e per comprenderne le relazioni con il territorio, gli 
impatti socioeconomici generati, le vulnerabilità impiantistiche ed organizzative. 
A titolo d’esempio, la collocazione geografica di un impianto siderurgico influenza 
molto la percezione che la comunità ha dell’attività svolta. Un sito collocato in 
prossimità di aree a vocazione turistica o di habitat protetti sarà esposto a maggior 
rischio di contestazione rispetto ad insediamenti collocati in territori meno sensibili o 
già impattati. Si pensi allo stabilimento siderurgico di Trieste che si affaccia sul golfo 
della città e che è praticamente adiacente al centro abitato piuttosto che ad un’acciaieria 
collocata nell’area industriale del Comune di Brescia.  
Gli elementi di informazione presi in considerazione sono: 
• Dipendenti, dimensione: la dimensione di un’impresa condiziona fortemente la 
capacità di mantenere il controllo dell’operato dei dipendenti da parte delle 
figure apicali. Strutture con maggior personale devono dotarsi di modelli 
organizzativi sicuramente più strutturati per poter garantire l’attuazione di 
quanto richiesto e la costante verifica dell’operato dei propri dipendenti; 
• Stato autorizzativo ai fini ambientali: la normativa ambientale è estremamente 
complessa ed è necessario che venga rilevato quale sia il livello di rispondenza 
delle pratiche aziendali alla normativa; 
• Impiantistica: lo stato di efficienza e modernità degli impianti produttivi 
costituisce un fattore di evidente rilievo della capacità dell’impresa di rispettare 
le performance ambientali richieste dalla legge; 
• Periodo di costruzione e contesto ambientale: l’anno di fondazione del sito 
produttivo e il contesto ambientale in cui si trova ad operare costituisce un 
aspetto nevralgico per la gestione ambientale dell’impresa. Impianti di più 
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recente costruzione, di solito, si collocano in aree urbanisticamente più 
compatibili con il tipo di attività produttiva, meglio attrezzate e senza pendenze 
ambientali, quali suoli o falde contaminate. Le imprese “storiche” possono avere 
prassi consolidate e atteggiamenti pregiudiziali nei confronti di richieste di 
cambiamento o di standardizzazione dei modelli comportamentali mediante 
protocolli e procedure ; 
• Governance: la tipologia di governance aziendale è di fondamentale importanza 
per l’analisi della distribuzione “effettiva” dei ruoli e delle responsabilità e la 
formulazione di un sistema reale di “deleghe” che non si presti ad essere 
contestato in sede giudiziaria; 
• Modello 231: è necessario valutare se l’azienda abbia già implementato un 
sistema 231 per poi ampliarlo ai reati ambientali; 
• Procedure e prassi di gestione ambientale: si analizza quanto già presente in 
azienda ai fini della gestione ambientale del sito. Si verifica la presenza di un 
SGA, certificato o meno, ma anche la presenza di procedure e prassi consolidate 
che possono produrre impatti ambientali e che non sono formalizzate. L’analisi 
dell’eventuale SGA deve prevedere il reale radicamento del sistema 
nell’organizzazione ovvero il grado di attuazione e di rispondenza alle esigenze 
aziendali; 
• Contestazioni, segnalazioni, sensibilità della comunità esterna: si rileva la 
eventuale presenza di segnalazioni, contestazioni, diffide, procedimenti legali di 
carattere ambientale. E’ rilevante anche la sensibilità della comunità esterna 
(come associazioni ambientalistiche, comitati cittadini, singoli cittadini) la cui 
continua sorveglianza della attività produttiva può indurre ad un maggior 
controllo da parte delle autorità competenti. 
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Nella tabella seguente vengono riportate le informazioni oggetto dell’Analisi di tipicità, 
per il settore siderurgico e, in particolare, per l’impresa Acciaio S.p.A.. 
Informazione di 
Interesse 
Analisi di Tipicità  
ai fini 231 delle imprese 
siderurgiche (produzione di 
acciaio) in Italia 
Ipotesi di attuazione in 
Acciaio S.p.A. 
Descrizione dell’impresa “modello” 
Dipendenti, 
dimensione 
Numero dipendenti medio 
superiore alle 200 unità. In 
funzione della complessità 
del sito ci sono esempi di 
stabilimenti con oltre 1000 
dipendenti 
Circa 800 dipendenti, attività 
esternalizzate anche di rilevanza 
ambientale (esempio raccolta e 
movimentazione rifiuti, manutenzione 
impianti di abbattimento agli scarichi 
idrici) 
Stato autorizzativo 
ai fini ambientali 
Imprese sottoposte a 
normativa I.P.P.C quindi 
autorizzate ad esercire con 
atto A.I.A. (Autorizzazione 




sono soggette a procedura di 
Valutazione di Impatto 
Ambientale V.I.A.  
(Verifica o V.I.A) 
L’impresa è autorizzata con atto AIA 
provinciale del 2010. E’ sottoposta a 
periodiche annuali visite ispettive 
ordinarie da parte dell’ente di controllo 
(ARPA). 
 
Sono state sottoposte agli enti competenti 
(Provincia, Comune, ARPA, Regione; 
Ente Parco, etc.) numerose istanze di 
modifiche impiantistiche (es. nuove 
emissioni al camino, nuove attrezzature, 
etc.) 
 
Eventuali potenziamenti di impianto o 
installazione di nuove linee potrebbero 
comportare un VIA 
Impiantistica Impiantistica datata anche più di 30 anni 





Analisi di Tipicità  
ai fini 231 delle imprese 
siderurgiche (produzione di 
acciaio) in Italia 
Ipotesi di attuazione in 
Acciaio S.p.A. 






Aree insediate da oltre 50 
anni. 
Siti produttivi spesso 
collocati in prossimità di corsi 
d’acqua (per esigenze di 
produzione) 
Sito produttivo fondato all’inizio del 
‘900. Convertito in industria bellica nei 
periodi di guerra. 
Reti di raccolta degli scarichi idrici 
storiche, non totalmente identificate. 
Presenza di serbatoi interrati 
“dimenticati”. 
Contesto esterno del sito fortemente 
insediato da abitazioni e servizi e nel 
tempo riconvertito ad are urbana e/o a 
vocazione turistica 
Presenza di corso d’acqua. 
Episodi e fonti di contaminazione del 
suolo pregressa di responsabilità del sito 
e/o di altri impianti e proprietà 
Governance  
Governance prevalentemente 
a carattere familiare. 
Problematiche relative al 
passaggio generazionale e a 
forme di controllo diretto dei 
familiari sulle scelte operative 
L’impresa è di proprietà della famiglia 
del fondatore. 
Strutturata come S.p.A. ha un CDA 
perlopiù composto da membri della 
famiglia stessa 
Modello 231 Modello 231 implementato  
Il modello 231 è implementato ma non 
per i reati ambientali. Molto sviluppato 
negli aspetti inerenti la sicurezza del 
lavoro anche a causa di importanti 
incidenti accaduti presso il sito 
 
Procedure e prassi 
di gestione 
ambientale  
Procedure e prassi di gestione 
ambientale presenti non 
sempre presenti SGA 
certificati 
Sistema di gestione ambientale già attuato 
e certificato UNI EN ISO 14001 
SGA giudicato proporzionato e maturo, 
sufficientemente attuato a tutti i livelli. 






Condizioni di conflittualità 
con associazioni, abitanti 
della zona e enti di controllo 
Presenza di diffide ambientali risolte 
negli anni, sporadiche segnalazioni 
 
Comunità esterna sensibile agli aspetti 
ambientali ma assenza di comitati o 




Come avviene spesso per le imprese di grandi dimensioni, l’azienda ha già provveduto 
alla introduzione del MOG 231 riferibile alla gestione degli altri reati presupposto a cui 
risulta essere esposta. La situazione iniziale è dunque la presenza, da un lato, di un SGA 
già attuato che considera gli aspetti ambientali senza però una valutazione di rischio 
esplicitamente richiesta dal D. Lgs.231/2001 art. 25-undecies, e dall’altro lato un MOG 
già implementato ma che non considera i reati ambientali.  
Le attività successive consisteranno nell’ampliare il MOG 231 già presente con i rischi 
di tipo ambientale integrando opportunamente il SGA. 
Le informazioni derivanti dall’Analisi di tipicità costituiscono l’input fondamentale per 
la successiva analisi di rischio che rappresenta l’elemento chiave di tutto il sistema. 
 
 
4.5.3 Analisi documentale 
 
La prima fase necessaria all’integrazione del SGA si basa sulla consultazione dei 
documenti già predisposti e presenti nell’impresa, quali: 
? la Politica ambientale; 
? il Manuale del Sistema di Gestione Ambientale o documentazione di “guida” 
al SGA; 
? l’Analisi Ambientale Iniziale; 
? le Procedure di sistema; 
? l’Organigramma aziendale; 
? il Sistema di deleghe aziendali; 
? il MOG 231; 
? l’Autorizzazione Ambientale Integrata 
? i Rapporti di Audit interni ed esterni; 
? i Verbali di verifiche ispettive da parte degli enti di controllo. 
Il Sistema di Gestione Ambientale dello stabilimento Acciaio S.p.A. si compone, dei 
seguenti elementi: 
? Manuale Ambientale MSA in revisione 0 del giugno 2010; 
? n. 20 Procedure di Sistema; 
? n. 30 Istruzioni ambientali; 
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? n. 10 Procedure di altri sistemi di gestione (Qualità e sicurezza) 
opportunamente integrate per l’applicazione ambientale: 
- Risorse, Ruoli e Responsabilità; 
- Formazione; 
- Gestione dei documenti; 
- Controllo delle registrazioni; 
- Audit; 
? una serie di documenti che si possono ritenere parte integrante del sistema 
stesso, ma codificati in maniera propria in quanto documenti legali (es. 
Registro di Carico/scarico rifiuti, Piano di Emergenza Interno di 
stabilimento) o gestiti con sistemi aziendali trasversali all’intera 
organizzazione (es. Funzionigramma, Procedure di qualità, etc.). 
 
Per facilitare la lettura delle parti del sistema, viene compilata la tabella di “Guida al 
sistema di gestione ambientale” collocando gli elementi aziendali (procedure, istruzioni, 
documenti legali, etc.) all’interno della matrice sulla base dei requisiti previsti dalla 
norma UNI EN ISO 14001. 
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Figura 38: “Guida al sistema di gestione ambientale” 

















1 Scopo e Campo di applicazione
2 Riferimenti Normativi
3 Termini e definizioni
4. Requisiti del Sistema
4.3.1 Aspetti Ambientali
4.3.2 Prescrizioni legali e 
altre prescrizioni
4.3.3. Obiettivi, traguardi e 
programma







4.4.5 Controllo dei 
documenti
4.4.6 Controllo operativo
4.4.7 Preparazione e 
risposta delle emergenze
4.5.1 Sorveglianza e 
misurazione
4.5.2 Valutazione del 
rispetto delle prescrizioni
4.5.3 Non conformità, azioni 
correttive e azioni 
preventive
4.5.4 Controllo delle 
registrazioni
4.5.5 Audit interno




UNI EN ISO 14001:2004






4.5.4 Interviste al personale  
 
All’analisi documentale seguono le interviste al personale dell’organizzazione che, 
anche sulla base della documentazione consultata, risulta essere coinvolto nelle scelte di 
carattere ambientale. 
Non è detto che il personale coinvolto coincida con il modello di “ruoli e 
responsabilità” individuato nel SGA. Vi possono essere infatti figure aziendali, anche 
non apicali, che rivestono ruoli chiave sotto il profilo ambientale che però non risultano 
dalla documentazione ufficiale. 
Si pensi ad esempio, ad un ex responsabile di produzione in pensione che continua a 
lavorare in azienda come consulente della direzione, ai membri della famiglia 
proprietaria non inseriti in organigramma ma che di fatto influenzano scelte strategiche 
o operative.  
Tra il personale coinvolto nel processo di “intervista” ricognitiva, sarà necessario 
considerare il/i responsabili delle principali funzioni, quali: 
? Responsabile tecnico di stabilimento (direttore); 
? Responsabili delle funzioni tecniche di progettazione e di manutenzione; 
? Responsabile di produzione; 
? Responsabile approvvigionamenti; 
? Responsabile ambiente; 
? Responsabile sicurezza. 
Le interviste dovranno essere estese anche alle ditte esterne che svolgono attività a 
rilevanza ambientale per l’impresa e che la espongono a rischio. 
 
Funzione intervistata Evidenze emerse in Acciaio S.p.A. 
Direttore 
La Direzione manifesta una elevata sensibilità e competenza agli 
aspetti inerenti alla sicurezza, soprattutto a causa di significativi 
incidenti occorsi, non altrettanto organica nel campo ambientale. 
La direzione viene messa a conoscenza delle principali tematiche 
ambientali attraverso il “Riesame della Direzione” che spesso, però, 
si concretizza in un semplice elenco di obiettivi e traguardi raggiunti 
o in corso. 
 
Sotto il profilo ambientale emerge la necessità di fornire alla 
funzione maggiori elementi di inquadramento soprattutto degli 
aspetti normativi ambientali  
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Funzione intervistata Evidenze emerse in Acciaio S.p.A. 
La “capacità di spesa” della direzione non risulta proporzionale 
all’entità delle esigenze a carattere ambientale. Emerge l’aspetto 
“padronale” dell’organizzazione. Il direttore non ha infatti una reale 
autonomia di intervento decisionale sugli impianti in particolare nel 
caso questo comporti spesa significativa. La famiglia proprietaria 
rimane l’unica figura dotata di un reale potere decisionale. 
 
Funzioni tecniche di 
progettazione  
Il responsabile dell’Ufficio tecnico si confronta con il Responsabile 
del SGA (RSGA) per quanto previsto dal SGA stesso, in occasione 
della progettazione e modifica di impianti o strutture. Tende a 
demandare la responsabilità di quanto accade sotto il profilo 
ambientale al solo RSGA avvertendo l’SGA come una limitazione al 
proprio operato.  
E’ adeguatamente a conoscenza delle implicazioni e conseguenze 
ambientali della propria attività ma non altrettanto di quelle legali. 
Ad esempio, è a conoscenza dell’impatto conseguente 
all’installazione di un filtro alle emissioni in atmosfera ad efficienza 
più o meno elevata ma non delle conseguenze connesse con la 
realizzazione dello stesso intervento in assenza di preventiva 
autorizzazione AIA. 
 
In fase di progettazione tende a non considerare i successivi oneri 
ambientali (e rischi) che la nuova attrezzatura o impianto può 
generare sulla manutenzione o sulla produzione nella successiva fase 
di esercizio (es. l’installazione di una nuova attrezzatura che 
necessità di frequente scarico di fanghi e dunque la produzione con 
elevata frequenza di grossi volumi di rifiuto pericoloso, da cui 
derivano elevati costi di gestioni)   
Manutenzione 
L’attività di manutenzione di impianti piuttosto datati è frequente e 
complicata. 
Nel corso di tale attività si possono generare emissioni (idriche o in 
atmosfera) che gli impianti di trattamento installati gli scarichi non 
sono in grado di trattare. 
 
Vengono descritte prassi non codificate in SGA e scenari incidentali 
a rischio 231 che coinvolgono anche ditte esterne. 
Produzione 
 
L’attività di produzione, nel ciclo dell’acciaio, è un’attività 
discontinua e estremamente sensibile a variabili esterne come la 
qualità del rottame. 
Le condizioni operative sono estreme e necessitano di una grande 
esperienza di gestione ma le eventuali soluzioni di esercizio adottate 
dal responsabile di produzione possono creare elementi di disturbo (e 
di rischio) agli impianti di abbattimento. 
Ad esempio, le scelte di carica al forno fusorio, condizionano la 
produzione di diossine (più elevata in presenza di materie plastiche 
nella carica del forno) o di metalli pesanti pericolosi (come piombo o 
cromo VI) nei rifiuti. 
 
Vengono descritte prassi non codificate in SGA e scenari incidentali 
a rischio 231 che coinvolgono anche ditte esterne 
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Funzione intervistata Evidenze emerse in Acciaio S.p.A. 
Approvvigionamenti 
Le scelte degli approvvigionamenti, se guidate esclusivamente 
dall’obiettivo del risparmio economico, minano la qualità dei servizi 
ambientali. I fornitori di smaltimento e trasporto rifiuti, di materiali 
per gli impianti di abbattimento, di manutenzione degli impianti di 
monitoraggio e delle ditte che operano presso il sito costituiscono 
una fonte di rischio molto alta per l’organizzazione. 
 
Nel caso in esame, la funzione collabora in modo strutturato con 
RSGA  
Ambiente (RSGA) 
Il responsabile ambientale riveste la figura chiave per la gestione del 
SGA e per l’attuazione del MOG 231. 
 
In Acciaio SpA, l’RSGA è consapevole del proprio ruolo ed è 
competente sulle tematiche ambientali (in effetti la stessa funzione 
ambiente è stata creata da pochi anni in azienda assumendo nuovo 
personale. Storicamente gli aspetti ambientali, considerati marginali, 
venivano demandati all’Ufficio sicurezza) 
 
Sicurezza (RSPP) 
La funzione sicurezza attua quanto di sua competenza nel SGA e nel 





Sulla base della documentazione visionata e delle interviste realizzate, viene avviata la 
verifica in campo degli impianti, delle aree del sito (impianti di produzione, di 
trattamento, reti di distribuzione, scarico, depositi), delle procedure e delle informazioni 
raccolte. 
La verifica conferma aree di criticità già segnalate dal personale ma anche elementi di 
interesse che questi non aveva evidenziato. 
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4.5.6 Mappatura dei processi sensibili (as is analysis)  
 
Con le informazioni ottenute ed opportunamente verificate si possono mappare i 
processi sensibili a rischio 231 in campo ambientale come previsto all’art. 6 comma 2 a) 
D. Lgs 231/01. 
In generale il risultato finale potrà condurre a differenti risultati ma che potranno 
coinvolgere aspetti quali:  
• la mappatura delle aree e funzioni interessate da attività a rischio di reato, in 
modo da monitorare costantemente il modello; 
• la riconsiderazione dei ruoli e delle responsabilità all’interno 
dell’organizzazione; 
• il ripensamento di alcune procedure già sviluppate e la predisposizione di 
nuove al fine di integrarle con le esigenze specifiche del MOG 231. 
Allo scopo, l’Analisi Ambientale (prevista dalla ISO 14001), che richiede la valutazione 
di significatività degli impatti ambientali, dovrà essere ampliata con una opportuna 
analisi di rischio finalizzata ad individuare e valutare le differenti modalità di attuazione 
delle condizioni di reato ambientale. Accanto all’analisi di rischio occorrerà  
considerare gli aspetti disciplinari (già presenti nel MOG 231), ampliandoli al contesto 
ambientale, predisporre specifici protocolli ed un sistema di deleghe che rispetti le 
finalità del modello organizzativo esimente. 
Nel caso di MOG già predisposto sarebbe opportuno rivedere anche la composizione 
dell’OdV213 avendo cura delle peculiarità proprie del ruolo chiamato a svolgere. In 
effetti, in relazione alla gestione un uno specifico aspetto tecnico come quello 
dell’ambiente, affiancato alla sicurezza, si pone la necessità di introdurre figure 
professionali in grado di valutare il contesto e di gestirlo anche in base alle modifiche a 
cui viene sottoposto. 
 
 
                                                 
213 L’OdV deve essere necessariamente dotato di autonomi poteri di iniziativa e di controllo e non essere investito di 
alcun compito operativo (il Tribunale ha pertanto suggerito la sua dipendenza gerarchica esclusivamente dal CdA). 
Tribunale di Roma GIP Ordinanza 4 aprile 2003 
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Tabella: Aree di attività e processi aziendali definibili a “rischio-reato” 
Aree o Funzioni 
aziendali coinvolte 
Attività e processi 
Direzione Risorse 
Umane 
Formazione e addestramento ambientale, pianificazione e attuazione 
Area 
Approvvigionamenti 
Verifica requisiti ambientali e selezione fornitori e appaltatori 
Direzione di 
Stabilimento 
Gestione degli adempimenti in materia ambientale 
Sorveglianza della conformità legislativa 
Pianificazione risorse 
Ufficio Tecnico  Progettazione nuovi impianti e processi 
Verifica della conformità ambientale di nuovi impianti e processi installati 
Sorveglianza ditte esterne  
Movimentazione e 
stoccaggio materiali 
Gestione movimentazioni interne 
Procedure di spedizione rifiuti 
Acquisti strategici  Accettazione materiale in ingresso  
Area qualità Conformità e aggiornamento del Sistema di Gestione Qualità per quanto integrato 
con S.G.A. 
Area sicurezza Conformità e aggiornamento del Sistema di Gestione Sicurezza per quanto integrato 
con S.G.A. 
Ufficio ambiente Applicazione del S.G.A. per quanto di sua competenza 
Sorveglianze e Misurazioni ambientali 
Verifica conformità legislativa 
Linea produzione Gestione impianto di fusione acciaio e relativi presidi di aspirazione  
Interazione con Manutenzione in caso di anomalia ed emergenza 
Gestione rifiuti e sottoprodotti di processo, aree di raccolta e aree di deposito 
Sensibilizzazione e addestramento addetti 
Sorveglianza ditte esterne  
Sorveglianza e accettazione rottame  
Gestione sostanze/prodotti pericolosi 
Gestione emergenze ambientali 
Manutenzione Manutenzione ed esercizio presidi abbattimento 
Manutenzione reti di adduzione acqua industriale e di scarico  
Sorveglianza ditte esterne  
Gestione emergenze ambientali 
Gestione sostanze/prodotti pericolosi 
Direzione 
Amministrazione, 




Una volta mappate le aree di rischio è stato possibile identificare gli “scenari” o 
“fattispecie di reato” realisticamente ipotizzabili presso l’azienda Acciaio S.p.A. e che 
potrebbero verificare i presupposti per la contestazione di un reato ambientale ex 
D. Lgs. n. 231/2001. 
 
4.5.7 Valutazione del rischio 
 
Sulla base della mappatura realizzata, così come descritto nel precedente paragrafo, è 
stato dato corso alla valutazione del livello di rischio per ciascuno scenario identificato. 
Il rischio, definito come la Probabilità che accada l’evento moltiplicato il Danno che 
questo genera, non è ovviamente mai azzerabile, tuttavia un evento può essere 
considerato così improbabile da poter non essere incluso nella successiva gestione. 
Nell’ambito degli scenari valutati come probabili, è stata definita una scala per la 
quantificazione del rischio, che prevede la definizione di rischio “basso”, “medio” o 
“alto”, permettendo, rispettivamente, di individuare la presenza di eventuali: 
? rischi accettabili; 
? rischi rilevanti;  
? rischi critici. 
La quantificazione di uno specifico “indice di rischio”, consente altresì di definire la 
soglia di accettabilità del rischio, che, nel tempo, potrà essere abbassata con lo scopo di 
minimizzare il rischio residuo ambientale nel sito. 
La definizione di rischio accettabile costituisce, ovviamente, un punto fondamentale per 
la definizione del protocollo di gestione e per gli interventi di mitigazione del rischio 
che l’azienda deciderà di attuare. 
 
La valutazione della probabilità viene realizzata in modo sito-specifica, intervistando il 
personale di impianto e valutando le “non conformità” ambientali verificatesi presso 
l’organizzazione e gestite nell’ambito del Sistema di Gestione Ambientale certificato 
UNI EN ISO 14001. 
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I criteri applicati sono riportati nello schema seguente. 
Figura 39: Parametri per l’attribuzione del fattore di rischio (R) 
PROBABILITA'
Evento già accaduto f:frequenza Raramente 1 volta ultimi 3 anni o mai accaduto ma non da escludere 1
Frequente 1<f<= 3 volte ultimi 3 anni 1,5
Molto frequente almeno due volte nell'ultimo anno 2
Ricorrente più di tre volte nell'ultimo anno 2,5  
 
L’analisi di rischio, dovrà essere periodicamente aggiornata. In una successiva 
applicazione del metodo si assume che lì dove, nella precedente valutazione, sia stata 
attribuita frequenza “ricorrente” e l’intervento realizzato dall’impresa fosse risultato 
efficace (tale da non far registrare ulteriori eventi), venga attribuito un indice di 
probabilità “frequente” per mantenere comunque alta la soglia di attenzione nell’arco 
temporale inferiore ai tre anni (tempistica “orizzonte” presa a riferimento).  
 
Il danno, invece, viene valutato come contributo di una serie di parametri che 
comportano l’attenuazione o l’inasprimento delle conseguenze legate al verificarsi 
dell’evento. Questi parametri sono: 
• il PERICOLO: il coinvolgimento di una sostanza considerata pericolosa ai sensi 
delle normative di sicurezza e ambiente vigenti o di una sostanza non pericolosa, 
ma in quantità significative, sono considerati come un fattore di aggravio; 
• RILIEVO, SEGNALAZIONE, INTERESSAMENTO ESTERNO: è stato dato 
un peso alla eventuale rilevazione dell’evento da parte di ente esterno 
all’azienda, sia esso sotto forma di segnalazioni (anche ma non solo di autorità 
di controllo) che di sanzioni, richieste di informazioni, ispezioni. E’ stato 
ritenuto infatti un fattore aggravante il fatto che il verificarsi dell’evento possa 
essere rilevato da un soggetto esterno all’organizzazione o abbia già creato una 
sorta di sensibilizzazione nel contesto degli enti di controllo (Comuni, Provincia, 
ARPA, ASL o altri); 
• LIMITE DI LEGGE: la presenza di un limite di legge correlabile al verificarsi 
dell’evento, determina un potenziale maggiore danno; 
• PESO DELLA SANZIONE: sono state opportunamente pesate le sanzioni 
previste per i reati ambientali, dando rilievo alla presenza di sanzioni interdittive 
e modulando sulla entità delle sanzioni amministrative (quote); 
• POSSIBILE ONERE DERIVATO DALL’EVENTO: è stata pesata la presenza 
di possibili oneri accessori connessi con l’accertamento del reato, oneri che 
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ovviamente possono aggravare il danno economico correlato (si pensi ad 
operazioni di caratterizzazione e bonifica del suolo piuttosto che di ripristino 
ambientale); 
• SUPERAMENTO DEI LIMITI DI LEGGE: l’evento identificato può generare 
un rischio, ma non necessariamente comporta il superamento dei limiti di legge 
(si pensi allo sversamento di sostanza contaminante da scarico idrico). La 
valutazione dell’evento stesso per la definizione sulla possibilità o meno che 
questo generi il superamento, induce un peso diverso al danno ambientale; 
• GESTIONE: è stata pesata la presenza o meno di strumenti procedurali e di 
gestione e controllo tali da ridurre la probabilità che l’evento o il danno stesso si 
verifichino. L’assenza di gestione o di monitoraggio di un impianto o di una 
prassi aziendale, può provocare, a parità di evento incidentale, danni molto 
maggiori.  
 
Nello schema seguente sono riportati i parametri di valutazione per l’attribuzione dei 
fattori la cui sommatoria determina il valore del danno “D”. 
 




Sostanza NON pericolosa ma Volume elevato 1
Sostanza NON pericolosa e Volume non significativo 0
RILIEVO, SEGNALAZIONE, INTERESSAMENTO ESTERNO
Segnalazione esterna 1
Nessuna segnalazione esterna 0
ESISTE IL LIMITE DI LEGGE SULL'EVENTO
Si 1
No 0
PESO della SANZIONE (il valore preso a riferimento per il calcolo dell'indice e il massimo applicabile dal decreto)
Alta 2 + 3 in caso di interdettiva >400, 300-500 o 400-800 quote
Medio 1 + 3 in caso di interdettiva 126-400 quote
Bassa 0 + 3 in caso di interdettiva < 125 quote
POSSIBILE ONERE DERIVATO DA EVENTO
SI 1
No 0
SUPERAMENTO DEL LIMITI DI LEGGE OCCORSO CON L'EVENTO
No 0
Non è posssibile saperlo ma è probabile 1
Si 2
GESTIONE
Procedura di gestione esistente e/o monitoraggio sufficiente (solo eventuale incidente) 0
Procedura di gestione esistente, monitoraggio migliorabile (o viceversa) 1
Procedura di gestione esistente, monitoraggio non esistente (o viceversa) 2
Aspetto non gestito e monitorato 3  
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L’applicazione della metodologia descritta agli scenari di reato viene realizzata 
mediante l’utilizzo della Matrice di valutazione del Rischio di cui si riporta lo stralcio di 
un esempio di compilazione. 
Nella Matrice, sulla base del reato 231, sono riportati tutti gli “scenari o fattispecie di 
reato” identificati per l’azienda, le note di analisi e studio dell’evento, l’eventuale 
rilievo di gap (o carenze) che possono portare alla commissione dei reati e, infine, la 
valutazione del livello di rischio associato. 
Nel caso di utilizzo dello strumento per una successiva analisi, è presente anche il 
confronto con la valutazione in precedenza effettuata e potendo così evidenziare 
l’indicazione di un “trend” del rischio residuo.  
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Figura 41: Esempio di compilazione di Matrice di analisi 231 applicato all’ambiente 
DATA di compilazione xx/yy/zzzz Matrice di Analisi 231-Ambiente
Nella Matrice seguente si individuano i reati per i quali la persona giuridica è chiamata a rispondere se commessi da amministratori e dipendenti a vantaggio o interesse dell'ente stesso, la concretizzazione di questo nell'ambito dello stabilimento di Lovere della Acciaio S.p.A., le responsabilità aziendali, la valutazione del rischio e la Gap Analys
Fonte nella sintesi dei reati ex DLgs. 121/11: Reteambiente

















SCARICHI IDRICI Indice Valutazione
Scarico di refluo (contaminato) in 
punti diversi dagli scarichi autorizzati 
anche in punti esterni al perimetro 
aziendale - in presenza di sostanze 
pericolose
Sanzione pecuniaria 
da 200 a 300 quote
Sanzioni Interdittive 
per una durata non 
superiore a 6 mesi
1.1 Nuovo scarico  provvisorio da ditta esterna con 









Segnalazioni e rilievi eventuali
Eventi
Altro
si 40,0% Medio 1,5
1.2
Nuovo scarico provvisorio per attività di 










Segnalazioni e rilievi eventuali
Eventi
Altro
no 10,7% Basso 1
1.3 Nuovo scarico durante attività di escavazione - 




Segnalazioni e rilievi eventuali
Eventi
Altro
si 73,3% ALTO 2,5
1.4
Acque di raffreddamento scoria: non 
contenimento dell'area a causa di  troppo pieno 
delle vasche, scarico in area ABC  -  in 










Segnalazioni e rilievi eventuali
Eventi
Altro
si 42,7% Medio 2
Scarico di acque reflue 
industriali contenenti 
sostanze pericolose senza 
osservare le prescrizioni
Sanzione pecuniaria 
da 150 a 250 quote
2.6 xxxxx xxx xxx xxx si 46,7% Medio 2,5
2.7 xxxxx xxx xxx xxx no 10,7% Basso 1
Scarichi di acque reflue 
industriali, senza 
autorizzazione, contenenti le 
sostanze pericolose 
comprese nelle famiglie e nei 
gruppi di sostanze indicate 
nelle tabelle 5 e 3/A 
dell'allegato 5 dello stesso 
Codice ambientale (articolo 
137, comma 2)
(articolo 137, comma 2)
Quando le condotte descritte al comma 1 
riguardano gli scarichi di acque reflue 
industriali contenenti le sostanze 
pericolose comprese nelle famiglie e nei 
gruppi di sostanze indicate nelle tabelle 5 
e 3/A dell'allegato 5 alla parte terza del 
presente decreto, la pena è dell'arresto 
da tre mesi a tre anni.
RISCHIO ASSOCIATO
(articolo 137, comma 3)
Chiunque, al di fuori delle ipotesi di cui al 
comma 5, effettui uno scarico di acque 
reflue industriali contenenti le sostanze 
pericolose comprese nelle famiglie e nei 
gruppi di sostanze indicate nelle tabelle 5 
e 3/A dell'allegato 5 alla parte terza del 
presente decreto senza osservare le 
prescrizioni dell'autorizzazione, o le
Valore agli scarichi autorizzati   
superiore ai limiti AIA o in 
condizioni gestionali diverse dalle 
prescrizioni AIA
 (nota: il reato "3", ossia superare i 
limiti allo scarico, si configura anche 
come reato "2" in quanto, avendo 
Lucchini gli stessi limiti in AIA si è  
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Il fatto che il rischio associato ad uno scenario possa essere diminuito può 
essenzialmente essere dovuto a: 
• La riduzione della frequenza di accadimento dell’evento, indice che gli 
interventi realizzati dall’azienda hanno ridotto la probabilità che si verifichi un 
evento dannoso; 
• L’aumento del parametro “gestione” modificato a seguito dell’implementazione 
da parte dell’impresa di interventi di monitoraggio e/o gestione. 
Vi sono casi in cui, invece, in fase di revisione, uno scenario può evidenziare un rischio 
più alto rispetto a quello identificato in precedenza. Questa situazione può verificarsi nel 
caso in cui l’intervento progettato e realizzato non sia stato efficace o quando gli 
approfondimenti sviluppati dall’azienda abbiano evidenziato esigenze di intervento 
diverse, correlazioni impiantistiche non prevedibili e dunque occorreranno ulteriori 
indagini. 
 
Come prevedibile, in occasione di ogni approfondimento di indagine, anche a seguito 
della accresciuta consapevolezza dei referenti aziendali sulle tematiche ambientali, la 
revisione può produrre nuovi scenari di rischio anche se non necessariamente legati ad 
attività, procedure o stato dei luoghi diversi rispetto al periodo della precedente analisi. 
In questo modo l’analisi 231 diventa  uno strumento dinamico che supporta il processo 
di miglioramento continuo del SGA e con esso si integra. 
 
Nella successiva attività di ampliamento del MOG 231 e dunque integrazione del SGA, 
l’azienda ha preso in considerazione in modo prioritario le fattispecie di reato 
caratterizzati da scenari in cui sia risultata: 
? Valutazione di rischio alta; 
? Valutazione di rischio media; 
? Valutazione di rischio bassa, ma associata ad una probabilità (o 




4.5.8 Attività di integrazione MOG 231 e SGA 
 
L’attività di analisi dei rischi ambientali ex D.Lgs. 231/01 condotta presso il sito di 
Acciaio S.p.A. ha evidenziato esigenze di integrazione del MOG 231 e del SGA di 
carattere: 
• Organizzativo: il sistema di deleghe e responsabilità dell’azienda non 
rispecchia, sotto il profilo aziendale, la reale attribuzione di responsabilità presso 
il sito. Al contrario di quanto realizzato per la sicurezza tutta la responsabilità 
ambientale è concentrata su un’unica figura (la direzione) escludendo altre le 
figure apicali che in realtà hanno evidenti responsabilità ambientali (es. 
responsabile della produzione, della manutenzione); 
• Gestionale/ Procedurale: aspetti fondamentali del controllo operativo sono 
gestiti con prassi aziendali e non con procedure/protocolli. L’analisi di 
significatività ambientale ISO 14001 non ha evidenziato come significativi gli 
impatti che presentano elevato rischio ai fini 231 e dunque non sono stati 
codificati nell’ambito dello stesso SGA.  
Tale carenza deriva dal fatto che la valutazione di significatività ISO 14001 è 
basata su principi e metodi diversi dall’Analisi di rischio. 
E’ fondamentale la codifica e la sorveglianza delle ditte esterne costantemente 
presenti presso il sito e, in alcuni casi, impegnate in attività nevralgiche ai fini 
231 (es. manutenzione impianti di depurazione o movimentazione rifiuti); 
• Impiantistico: dagli scenari 231 sono emerse esigenze di “ridondanze” 
impiantistiche di controllo (duplicazioni di impianti o di dispositivi) che 
abbassino l’indice di probabilità del verificarsi di un evento e di conseguenza il 
rischio; 
• Formazione e informazione: è emersa la necessità di approfondire la 
formazione ambientale ISO 14001 in particolare sugli aspetti che possono 
coinvolgere la responsabilità 231. Lo scopo deve essere quello di superare 
sclerotizzazioni e preconcetti radicati nel personale “storico” di stabilimento e, 
in particolare, nella formazione destinata alle figure apicali. Occorre inoltre 
aumentare l’efficacia delle comunicazioni orizzontali tra le varie unità operative. 
Ad esempio, garantendo la comunicazione tra i vari reparti di produzione e tra i 
reparti e la manutenzione allo scopo di migliorare la conoscenza delle 
problematiche di esercizio che possono determinare la necessità di procedere ad 
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interventi manutentivi sui presidi e di garantirne la tempestività di intervento (il 
caso di attività di pulizie straordinarie degli impianti che vanno ad alterare la 
qualità degli scarichi idrici e rendono critica la depurazione del refluo scaricato).  
 
A quanto sopra, ovviamente, si aggiunge l’esigenza di estendere, nel MOG 231 
esistente dell’impresa Acciaio S.p.A., quanto già presente per gli altri reati ma non per 
l’ambiente a partire dal sistema disciplinare, con la previsione di specifiche sanzioni per 
i soggetti coinvolti, gli audit dell’OdV in tema ambientale, l’integrazione dei flussi 





L’estensione della “responsabilità amministrativa” ad alcuni reati ambientali, indicati 
dal D. Lgs. n. 121/11, ha reso necessario domandarsi quanto concretamente le imprese 
dispongano di sistemi di controllo interni in grado di prevenirli.  
Gli aspetti ambientali e i relativi impatti sono da tempo considerati elementi rilevanti 
per le imprese e amministrati con sistemi di gestione ambientali che sono predisposti, 
frequentemente, secondo le modalità previste dalla ISO 14001 e dal Regolamento 
EMAS. 
La mancanza di una previsione legale di conformità dei SGA certificati ai sensi del 
Decreto 231, ha generato una difficoltà oggettiva per le imprese che si sono trovate a 
dover scegliere in maniera discrezionale gli elementi costitutivi dei MOG 231. 
Dall’analisi effettuata si può ritenere che la presenza di un SGA, a maggior ragione se 
certificato, costituisca un buon punto di partenza metodologico per la predisposizione 
del Modello e per usufruire delle potenzialità congiunte dei due strumenti in un’ottica 
integrata e sinergica. Lo sforzo dell’impresa consisterà, dunque, in processi di 
adeguamento che rafforzino il SGA, laddove già adottato, inserendo gli elementi 
espressamente richiesti dal modello 231 come l’analisi di rischio e la nomina dell’OdV.  
 
Con riferimento al settore produttivo di studio, quello siderurgico, la natura delle attività 
svolte e il rischio di impatti ambientali rilevanti, amplifica l’attenzione degli enti di 
controllo e delle comunità locali circa il rispetto delle norme.  
In base a quanto analizzato, per la natura delle attività svolte e per le stringenti 
normative di settore, queste imprese si prestano ad essere oggetto a frequenti controlli 
da parte delle autorità competenti anche su pressione della comunità locale. In questo 
contesto il rischio di incorrere in sanzioni 231 è oggettivamente elevato. 
 
Si tratta di imprese che, nella maggior parte dei casi, hanno già adottato sistemi di 
gestione degli aspetti ambientale e che devono fronteggiare un processo di adeguamento 
di questi alla norma 231. 
Dall’”analisi di tipicità” del settore, emerge che le acciaierie presentano alcune 
peculiarità tipiche del contesto imprenditoriale italiano e specifiche di un settore 
operativo di tipo tradizionale. Si tratta di imprese con una storia di decenni alle spalle, 
 153
in cui la governance è strettamente nelle mani dell’imprenditore e/o della sua famiglia, 
che operano in contesti già fortemente condizionati da attività produttive pregresse e a 
rischio contestazioni da parte delle comunità locali. 
La struttura padronale crea profondi problemi legati al sistema di deleghe formali ed 
informali all’interno dell’impresa. Spesso le responsabilità decisionali, soprattutto con 
riferimento ai budget assegnati, sono tali solo sulla “carta”. Si tratta di deleghe formali e 
di nomine di soggetti a cui non corrisponde un reale potere decisionale che fanno venir 
meno una chiara identificazione delle responsabilità.  
Questo è uno degli aspetti cruciali nel sistema 231 poiché il corretto funzionamento del 
sistema di deleghe e la relativa capacità di spesa sono elementi centrali per provare la 
capacità esimente del MOG introdotto. Ad esempio, un direttore di stabilimento che 
nell’ambito della sua delega non abbia una capacità di spesa proporzionata all’entità 
degli interventi necessari a garantire la corretta gestione del sito, può risultare inefficace 
e di conseguenza dimostrare che le decisioni di fatto sono assunte da soggetti diversi 
facendo venire meno l’efficacia del MOG 231 dell’impresa. 
 
Il comparto inoltre rappresenta un settore storico che spesso opera con strutture 
“vecchie”, intendendo non solo gli impianti ma anche le prassi esecutive consolidate e 
sclerotizzate nel tempo che rappresentano spesso sacche di rigidità al cambiamento. Si 
rileva infatti una scarsa propensione ad accettare l’adeguamento a nuovi standard e 
normative da cui possano derivare  cambiamenti operativi. 
Anche questo aspetto andrà gestito mediante un rafforzamento delle attività di 
formazione e di coinvolgimento del personale, strutturate in base alle esigenze richieste 
dalla norma, dell’impresa stessa e del ruolo ricoperto, distinguendo tra soggetti apicali e 
soggetti subordinati. Di conseguenza sarà rafforzato il sistema di comunicazione interna 
avendo cura di gestire le informazioni secondo tempi e modalità che rispondano alle 
esigenze gestionali, in particolare degli aspetti ambientali. 
 
In ultimo, le attività di produzione dell’acciaio risultano molto onerose e ciò può indurre 
ad adottare comportamenti che eludano le norme cercando soluzioni meno costose al 
fine di ottenere quei vantaggi economici contrastati alla norma.  
La presenza di un SGA può aiutare le imprese del settore ad adattarsi alle nuove 
esigenze di prevenzione dei rischi purché questo venga opportunamente integrato ai fini 
231. Si tratta di sviluppare e mettere a disposizione nuovi strumenti per l’integrazione 
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dei due modelli, ad esempio: l’analisi di tipicità, la guida SGA e la matrice dell’analisi 
di rischio accanto agli elementi strutturali specificatamente indicati dalla norma e 
assenti nel SGA (sistema sanzionatorio e OdV). 
Con riferimento ai reati ambientali, la norma 231 è ancora in divenire e quindi oggetto 
di integrazione con nuove fattispecie di reato per cui anche il Modello organizzativo 
delle imprese dovrà essere dinamico e pronto a modifiche. 
Ad oggi, pur rimanendo un modello a carattere volontario, il MOG 231 è l’unico 
strumento con cui un’impresa possa dimostrare la propria volontà di contrastare i rischi 
di illecito minimizzando effetto sanzionatorio. 
 
Dalla lettura integrata dei due strumenti, SGA e MOG 231, appaiono chiare le sinergie e 
i vantaggi conseguibili dalle imprese: il risparmio di costi accanto alla visione globale di 
prevenzione dei rischi reato nell’ottica del miglioramento continuo delle prestazioni 
ambientali. Tutto ciò è possibile sempreché questi non si traducano in una mera 
dichiarazione di intenti ma che si configurino come un Modello globale di diligenza per 
i soggetti apicali e subordinati. 
Le imprese siderurgiche rappresentano un chiaro esempio di come sia rilevante 
intervenire nella predisposizione di un MOG 231 pena l’applicazione di sanzioni 
pecuniarie che, per le modalità di applicazione in quote, possono generare impatti 
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