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De cafébrand in Volendam in de oudejaarsnacht van 2000 en de vuurwerkramp in Enschede in 
datzelfde jaar, maakten duidelijk dat gemeenten vaak te klein zijn om zich goed te kunnen 
voorbereiden op grote branden en rampen. De aard, de omvang en de gevolgen van hedendaagse 
crises en rampen vergen nieuwe vormen van crisisbeheersing en samenwerking. Multidisciplinaire 
samenwerking is belangrijker dan ooit tevoren, gezien de onvoorspelbaarheid van de omgeving en de 
daaraan gekoppelde onvoorspelbaarheid van crises. Om de bestuurlijke en operationele slagkracht te 
vergroten en daarbij de kwaliteit van hulpverlening te verbeteren, heeft de overheid vijfentwintig 
veiligheidsregio’s ingesteld. 
  
In haar rapportage stelt de Inspectie Openbare Orde en Veiligheid (IOOV) vast dat er flinke verschillen 
zijn tussen de diverse veiligheidsregio’s. In het algemeen concludeerde de inspectie medio 2010 ‘dat 
de rampenbestrijding in Nederland nog niet overal en op alle aspecten op orde is’. De rol van Defensie 
om te ondersteunen bij binnenlandse crisissen is de afgelopen jaren steeds groter geworden. Per 
veiligheidsregio is er vanuit Defensie een officier veiligheidsregio (OVR) aangesteld. Doordat 
veiligheidsregio’s verschillen, moet Defensie echter maatwerk leveren, wat de effectiviteit van het 
samenwerkingsverband niet ten goede komt. De aandacht mag niet verslappen, want wanneer zich 
een grootschalig incident of ramp voordoet, is een goed functionerend rampenbestrijdingsnetwerk 
letterlijk van levensbelang.  
 
De gekozen netwerkvorm en de wijze van netwerkmanagement zijn essentieel voor het verklaren van 
de effectiviteit van een netwerk. Hoewel dit essentieel is, is er nog niet veel onderzoek naar gedaan. 
Door middel van onderzoek van vier veiligheidsregio’s in combinatie met verschillende theorieën wordt 
een bijdrage geleverd aan de wetenschappelijke theorie- en gedachtevorming over de keuze voor de 
samenwerkingsvorm, de wijze van netwerkmanagement en het effect daarvan op het effectief behalen 
van doelen. Dit kan bijdragen aan kennis en inzichten die helpen bij het realiseren van succesvolle 
samenwerking tussen organisaties.  
 
De centrale vraag van deze scriptie luidt: In welke mate dragen de samenwerkingsvormen van het 
netwerk  en de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit van het 
netwerk te weten de veiligheidsregio? 
 
Om deze centrale vraag te beantwoorden is gebruikgemaakt van een kwalitatieve 
onderzoeksmethode met een multiple holistic casestudy waarbij er vier veiligheidsregio’s inclusief 
OVR-en worden bekeken en geanalyseerd vanuit één perspectief. Defensie heeft de vijfentwintig 
veiligheidsregio’s onlangs verdeeld over haar drie brigades. Concreet worden de veiligheidsregio’s 
behorende bij de 11
de
 Luchtmobiele Brigade onderzocht op basis van de eindrapportage 
‘Rampenbestrijding op orde’ van maart 2010, aangezien in die brigade de grootste verschillen zijn 
tussen de veiligheidsregio’s. In dit onderzoek is er gekozen om vier casussen te nemen op basis van 
een selecte steekproef: twee met een lage mate van effectiviteit en twee met een gemiddelde tot hoge 
mate van effectiviteit als het gaat om opleiden en trainen en het risicoprofiel dat gekoppeld kan 
worden aan de koude fase waar de voorbereidingen worden getroffen. De vier geselecteerde 
casussen zijn Amsterdam-Amstelland, Zaanstreek-Waterland, Haaglanden en Rotterdam-Rijnmond. 
Vanaf het begin van de onderzoeksperiode is er een documentenstudie gedaan om inzicht te krijgen 
in de problematiek. Er zijn verschillende beleidsdocumenten doorgenomen die betrekking hebben op 
de veiligheidsregio’s en de rol van de officier veiligheidsregio. Daarnaast zijn er in totaal elf mensen 
geïnterviewd met behulp van half gestructureerde individuele interviews. Er is dus sprake van 
instrumenttriangulatie. Er is echter ook sprake geweest van non-response. Twee personen hebben 
geen verdere medewerking verleend. 
 
Uit het onderzoek blijkt dat de veiligheidsregio’s sterk verschillen. Per veiligheidsregio verschilt het 
samenwerkingsverband, de positie van de OVR en het hebben van een primaire contactpersoon. De 
bovenstaande verschillen hebben weinig invloed op het aantal actoren binnen het netwerk. Turrini 
(2010, p. 524) stelt dat hoe groter het aantal deelnemende actoren, hoe lager de effectiviteit. Binnen 
de onderzochte casussen is dit echter niet het geval. Er is ook geen verband aangetroffen tussen de 
netwerkstructuur en het type netwerk, aangezien de netwerkstructuur opgedragen kan zijn en de 
daadwerkelijke invulling van secundair belang kan zijn. Naar mate het netwerk meer verweven raakt, 
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neemt ook de mate van uitwisseling en het gezamenlijk maken van beleid toe. Hoewel de 
veiligheidsregio’s dezelfde doelen hebben, is de mate waarin zij die doelen effectief bereiken 
verschillend. Naarmate de netwerkstructuur meer verweven wordt onder andere door het gebruik van 
een NAO en dus ook de mate van uitwisseling groter, neemt de effectiviteit toe maar ook de kosten. 
Er is wel een relatie gevonden tussen het soort organisatie, de netwerkstructuur en de wijze waarop 
het netwerk is georganiseerd. Bij een NAO is sprake van een shared service model met horizontale en 
verticale organisatie. Er is geen verband tussen het type netwerk en het soort organisatie. Dit is meer 
afhankelijk van de tijdsduur dat men samenwerkt. De politieke analyse van het netwerk levert geen 
verdere bruikbare verschillen op die invloed hebben op bovenstaande conclusies. 
 
De rollen en gedragingen van een netwerkmanager kunnen vergeleken worden met de bovenstaande 
netwerkvormen et cetera van de veiligheidsregio´s. Daar kunnen de volgende conclusies uit getrokken 
worden. Het gebruik van shocktherapieën gebeurt eerder als het netwerk nog niet zo verweven is. Er 
is geen verschil te onderkennen tussen de netwerkvorm en de machtsbronnen die worden gebruikt. 
Dit geldt ook voor het samenbrengen van bepaalde doelen en middelen en het ter beschikking stellen 
van middelen die de samenwerking bevorderen. Er is wel een verband te onderkennen tussen het 
bemiddelen in conflicten en de netwerkstructuur. Als de samenwerking ver gevorderd is, dan hoeft de 
netwerkmanager minder snel te bemiddelen in conflicten. De rollen die de OVR kan hebben komen 
grotendeels overeen, ondanks de verschillende samenwerkingsverbanden. Zij hebben allemaal de rol 
van makelaar, maar niemand de rol van leider, want dat hoort niet bij zijn positie binnen het netwerk. 
Betreffende de overige rollen is geen rode draad te bespeuren. Betreffende de gedragingen van de 
OVR-en is het duidelijk dat de OVR gebruikmaakt van synthesizing en exploring content. Informatie-
uitwisseling is heel belangrijk. De OVR doet aan activatie/connecting, maar dan met name binnen zijn 
eigen organisatie. De overige actoren worden alleen via de primaire contactpersoon geactiveerd. Het 
hebben van die persoon is essentieel. Het mobiliseren van actoren gebeurt wel in NAO’s via de 
primaire contactpersoon. Framing/proces agreements is niet van toepassing op de OVR. De OVR 
heeft niet de positie in het netwerk om process agreements en framing te bewerkstelligen. De OVR-en 
die in een shared service center zitten en daar ook hun plek hebben, proberen in het algemeen wel 
commitment te genereren en mensen te mobiliseren. Tot slot is er op het gebied van arranging geen 
duidelijk verband te leggen. 
 
Naarmate de rol en de plaats van de OVR groter wordt en er sprake is van een primaire 
contactpersoon, neemt ook de bijdrage aan de effectiviteit van het netwerk toe. Daaruit kan 
geconcludeerd worden dat de rol en de plaats van de netwerkmanager/OVR binnen het netwerk 
essentieel is voor de effectiviteit. Daarnaast is het aan te bevelen dat de netwerkmanager/OVR een 
primaire contactpersoon heeft binnen het netwerk die actoren kan activeren en commitment kan 
genereren indien de OVR dit zelf niet mag doen. De NAO blijkt een effectievere netwerkvorm te zijn 
dan een lead governance en een shared governance. Dit komt overeen met de theorie van Provan en 
Milward. Zij stellen dat management bepalend is voor de effectiviteit, zeker in het geval van het 
beheersen van spanningen. Bij het gebruik van een NAO worden de spanningen het meest 
verminderd in vergelijking met een lead organization en shared governance.  
 
Volgens Iacobucci gaat het niet om de structuur, juridische vorm et cetera, maar om het functioneren 
van de netwerkmanager(s) die het netwerk effectief maken (Iacobucci, 1996, p. 115). Uit het 
onderzoek blijkt dat de netwerkstructuur wel uitmaakt. Netwerken variëren in grootte, complexiteit, 
structuur en samenstelling (Meier, 2003, p. 690). Uit dit onderzoek blijkt dat het verschil in structuur en 
samenstelling invloed heeft op de wijze van aansturing en onderlinge beïnvloeding in netwerken en de 
(netwerk)activiteiten van netwerkmanagers. Uit bovenstaande kan geconcludeerd worden dat de 
kenmerken van het netwerk, de effectiviteit en de wijze van netwerkmanagement nauw met elkaar 
samenhangen en elkaar beïnvloeden. De gekozen netwerkvorm en de wijze van netwerkmanagement 
zijn essentieel voor het verklaren van de effectiviteit van een netwerk. 
De centrale vraag van dit onderzoek was: In welke mate dragen de samenwerkingsvormen van het 
netwerk  en de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit van het 
netwerk te weten de veiligheidsregio? 
 
Dankzij de literatuurstudie en de gehouden interviews kan die vraag als volgt worden beantwoord. De 
samenwerkingsvorm heeft een grote invloed op de effectiviteit van het netwerk. Naarmate de 
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samenwerkingsvorm inniger wordt, neemt de effectiviteit toe. De algemene bijdrage van de OVR aan 
de effectiviteit van het netwerk ligt in het feit dat de OVR een groot netwerk heeft waar het netwerk 
gebruik van kan maken. Dit ligt vooral aan het feit dat de OVR ook in andere netwerken kijkt en 
overlegt met zijn collega’s OVR-en. Daarnaast heeft de OVR een grote mate van deskundigheid en 
informatie over de militaire organisatie, die toch een landelijke organisatie is. Specifiek neemt de 
bijdrage aan het netwerk toe als de rol van de OVR groter wordt, de positie van de OVR centraler en 
er sprake is van een primaire contactpersoon. Dit is het geval bij netwerken die inniger samenwerken 
met behulp van een NAO. Dan kan de OVR meer (in)direct andere actoren activeren, mobiliseren en 
commitment genereren en dat draagt bij aan de effectiviteit van het netwerk. 
 
Aangaande dit onderzoek zijn er twee discussiepunten. Ten eerste de betrouwbaarheid en validiteit 
van de gegevens die gebruikt zijn voor dit onderzoek. Een deel van de gegevens is verkregen door 
interviews. De vragen die gesteld zijn, gingen over het eigen functioneren van de geïnterviewde en 
zijn relatie met andere actoren. Het is mogelijk dat de situaties rooskleuriger zijn voorgesteld om de 
andere actoren niet voor het hoofd te stoten. Aan de andere kant was de medewerking aan de 
interviews hoog. Van de 13 geplande interviews zijn er 11 daadwerkelijk gehouden en zijn er vier 
casussen belicht waarvan er 1 in tweeën gesplitst kon worden. Daarnaast zijn verschillende 
gegevensbronnen gebruikt zoals beleidsrapporten om de gegevens over de netwerkstructuur en de 
effectiviteit van het netwerk te kunnen duiden. Het tweede discussiepunt betreft de conclusies van het 
onderzoek. De grote verschillen tussen de veiligheidsregio´s maakten het lastig om geen appels met 
peren te vergelijken, zeker gezien het grote aantal variabelen. De vergelijking tussen de 
veiligheidsregio’s aangaande de kosten kent beperkingen omdat niet is onderzocht of alle kosten op 
dezelfde wijze geadministreerd worden en of het takenpakket waarvoor kosten zijn verantwoord, 
vergelijkbaar is tussen de regio’s. Daarnaast is de mate van effectiviteit van de veiligheidsregio 
Zaanstreek-Waterland in 2011 nog niet bekend, aangezien in 2012 pas de resultaten bekend worden. 
Ook is het gezien de lengte van de interviews niet mogelijk geweest om alle theorieën die in hoofdstuk 
2 zijn weergegeven te toetsen. Een kritische kanttekening is ook dat de OVR een beperkte 
netwerkmanager is binnen de veiligheidsregio. Door zijn speciale positie vanuit de defensieorganisatie 
in een publiek netwerk wordt hij beperkt in zijn rollen en gedragingen. Hij is daarom niet representatief 
voor de gemiddelde netwerkmanager. Met de resultaten van dit onderzoek kunnen wel conclusies 
worden getrokken over de overige veiligheidsregio’s. 
 
De doelstelling van deze scriptie was het onderzoeken van ten eerste in hoeverre de verschillende 
samenwerkingsvormen effect hebben op het effectief behalen van de doelen, en ten tweede in 
hoeverre de rollen en gedragingen van de netwerkmanager hierop van invloed zijn. Daarmee kunnen 
de volgende aanbevelingen worden gedaan om de samenwerking te verbeteren en de effectiviteit van 
het netwerk te vergroten. Uit het onderzoek blijkt dat de samenwerkingsvorm een grote invloed heeft 
op de effectiviteit van het netwerk. Hoe inniger het samenwerkingsverband (inclusief een NAO), des te 
hoger de effectiviteit van het netwerk als er ook daadwerkelijk invulling aan wordt gegeven. Daarnaast 
blijkt uit het onderzoek dat managementactiviteiten afhangen van de rol en positie die 
netwerkmanagers hebben. Als er primaire contactpersonen in de subnetwerken zitten, dan nemen de 
managementactiviteiten toe en dus ook de invloed daarvan op de effectiviteit. Toekomstig 
wetenschappelijk onderzoek zou zich niet alleen, zoals nu vaak het geval is, kunnen richten op de 
vraag of sprake is managementactiviteiten in netwerken, maar zou daarbij ook heel expliciet 
onderscheid kunnen maken naar posities van netwerkmanagers in het netwerk. Zo ontstaat een veel 
genuanceerder beeld over de uiteindelijke effectiviteit van netwerkactiviteiten. 
De aanbeveling die gedaan kan worden aan de veiligheidsregio’s is dat de samenwerkingsvorm 
inniger moet worden en dat er een NAO moet worden gecreëerd om zo de effectiviteit te vergroten. 
De aanbeveling die gedaan kan worden aan Defensie is om de uitwisseling tussen de OVR-en te 
bestendigen en multidisciplinaire bijeenkomsten te blijven organiseren. Daarnaast is het aan te 
bevelen dat elke OVR een primaire contactpersoon binnen de veiligheidsregio krijgt. 
De tendens is dat de effectiviteit en efficiëntie van netwerken steeds belangrijker wordt en dus dat er 
nog veel onderzocht kan worden. Nader onderzoek is gewenst naar verticalere netwerken waar meer 
sturing mogelijk is, aangezien daar anders invulling wordt gegeven aan de gedragingen en rollen van 
netwerkmanagers. Daarnaast verdient het aanbeveling om het onderzoek te richten op het hoofd van 
de veiligheidsbureaus, aangezien die meer de rol van netwerkmanager kan en mag vervullen. Dan 
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Hoofdstuk 1 Inleiding 
1.1  Algemeen 
De cafébrand in Volendam in de oudejaarsnacht van 2000 en de vuurwerkramp in Enschede in 
datzelfde jaar, maakten duidelijk dat gemeenten vaak te klein zijn om zich goed te kunnen                
voorbereiden op grote branden en rampen. Bovendien beperken crisissen zich vaak niet tot één 
gemeente. Denk bijvoorbeeld aan grootschalige stroomuitval, uitbraak van ziektes als varkenspest en 
Mexicaanse griep of een ongeluk met een kerncentrale.
1
 De aard, de omvang en de gevolgen van 
hedendaagse crises en rampen vergen nieuwe vormen van crisisbeheersing en samenwerking. 
Multidisciplinaire samenwerking is belangrijker dan ooit tevoren, gezien de onvoorspelbaarheid van de 
omgeving en de daaraan gekoppelde onvoorspelbaarheid van crises.
2
 Centraal staat de constatering 
dat onder de (gepercipieerde) druk van media en publiek de overheid een steeds grotere 
verantwoordelijkheid heeft gekregen voor het voorkomen van risico’s in de maatschappij.
3
 Om de 
bestuurlijke en operationele slagkracht te vergroten en daarbij de kwaliteit van hulpverlening te 
verbeteren, heeft de overheid vijfentwintig veiligheidsregio’s ingesteld, die samenvallen met de huidige 
politieregio’s. De samensmelting van de diverse regio’s tot een veiligheidsregio leidt tot een 
ogenschijnlijk heldere structuur. De bedoeling is dat de politie, de brandweer en de geneeskundige 
hulporganisaties in de regio dezelfde buitengrenzen hebben. Dit wordt wel de territoriale congruentie 
genoemd. Naast de bestuurlijke samensmelting is er in de veiligheidsregio sprake van ambtelijke 
samenwerking (Korsten, 2009, pp. 26-27). 
De ontwikkeling van de feitelijke realisatie van de veiligheidsregio's kent in de praktijk echter 
verschillende snelheden. Per medio 2009 bestonden sommige veiligheidsregio's in juridische zin al, 
terwijl andere regio's bewust de definitieve Wet veiligheidsregio’s hebben afgewacht alvorens deze 
stap te nemen.
4
 In haar rapportage stelt de Inspectie Openbare Orde en Veiligheid (IOOV) vast dat er 
flinke verschillen zijn tussen de diverse veiligheidsregio’s. Deze verschillen spelen zich af op 
operationeel, bestuurlijk en beleidsmatig terrein en in de dagelijkse omgang. De Inspectie constateert 
dat ook ambities en prioriteiten van de besturen van de veiligheidsregio’s een belangrijke factor 
vormen bij de onderlinge verschillen. In het algemeen concludeerde de inspectie medio vorig jaar ‘dat 
de rampenbestrijding in Nederland nog niet overal en op alle aspecten op orde is’. De 
veiligheidsregio’s bleken begin 2010 nog niet zover in hun ontwikkeling als werd beoogd.
5
                  
De rol van Defensie om te ondersteunen bij binnenlandse crisissen is de afgelopen jaren steeds groter 
geworden. ‘Ter bescherming van de belangen van het Koninkrijk’ is er een krijgsmacht. Aan deze 
grondwettelijke doelomschrijving is één van de drie hoofdtaken van Defensie verbonden: civiele 
autoriteiten ondersteunen bij rechtshandhaving, rampenbestrijding en humanitaire hulp, zowel 
internationaal als nationaal.
6
 Dit onderwerp, in relatie tot ‘nationale veiligheid’, staat volop in de 
belangstelling. Jarenlang heeft Defensie in tijden van crises en rampen voor civiele autoriteiten vooral 
een vangnetfunctie vervuld op centraal niveau. De afgelopen jaren heeft Defensie heeft zich 
ontwikkeld tot een structurele veiligheidspartner van gemeentes, politie, brandweer en geneeskundige 
hulpverlening bij ongevallen en rampen op decentraal niveau. De civiel-militaire samenwerking is een 
belangrijke schakel in het verder vergroten van de nationale veiligheid en de crisisbeheersing in 
Nederland. Per veiligheidsregio is er een officier veiligheidsregio aangesteld.
7
  
Civiele en militaire diensten moeten elkaar blindelings kunnen vinden en op basis van vooraf 
gemaakte afspraken multidisciplinair kunnen samenwerken. Maar kunnen de civiele en militaire 
diensten elkaar op operationeel niveau wel blindelings vinden? Doordat veiligheidsregio’s verschillen, 
moet Defensie maatwerk leveren, wat de effectiviteit van het samenwerkingsverband niet ten goede 
komt. 
 










1.2  Relevantie 
1.2.1  Maatschappelijke relevantie van het onderwerp 
De Nederlandse bevolking verwacht van de overheid dat zij haar beschermt, ondersteunt en indien 
nodig redt uit benarde situaties. De overheid verwacht echter meer zelfredzaamheid bij de burger. 
Omdat bij crisissen reactietijd, coördinatie en multidisciplinair optreden belangrijke factoren zijn, is 
goede samenwerking essentieel, want dat heeft direct een positief effect op de kwaliteit van de 
hulpverlening. De veiligheidsregio’s spelen hier een grote rol in. De veiligheidsregio’s verschillen 
echter onderling, zoals ook in de inleiding is aangehaald. Dat betekent dat externe partners zoals 
Defensie, Prorail, energiebedrijven, waterbedrijven et cetera, die met meerdere veiligheidsregio´s 
zaken moeten doen, maatwerk moeten leveren. Dat is niet wenselijk om de volgende redenen. In de 
eerste plaats kost het samenwerken meer effort; het is dus minder efficiënt. Ten tweede zal de 
samenwerking minder geolied lopen. Dat kost kostbare tijd bij rampenbestrijding en komt de 
effectiviteit niet ten goede. De aandacht mag niet verslappen, want wanneer zich een grootschalig 
incident of ramp voordoet, is een goed functionerend rampenbestrijdingsnetwerk letterlijk van 
levensbelang. 
1.2.2  Persoonlijke relevantie met betrekking tot het onderwerp 
Sinds 1999 ben ik werkzaam bij de Koninklijke Landmacht. In die afgelopen jaren heb ik met mijn 
eenheid talloze keren stand-by gestaan voor crisisbeheersing in Nederland. In mijn huidige functie als 
plaatsvervangend commandant van een transporteenheid ben ik betrokken bij het schrijven van 
orders voor mijn eigen eenheid en bij coördinatie met andere eenheden voor mogelijke inzet. 
Zodoende werd ik betrokken bij de nationale operaties en werd mijn interesse gewekt in de 
samenwerking tussen de krijgsmacht en civiele partners. Dit sluit ook aan bij mijn afstudeerkring, waar 
onderzoek gedaan wordt naar de mechanismen die samenwerking tussen organisaties in de publieke 
sector bevorderen of belemmeren.  
1.2.3  Wetenschappelijke relevantie van het onderwerp 
Netwerken, allianties en publiek-private samenwerking worden al geruime tijd vanuit meerdere 
disciplines bestudeerd, zoals de organisatiekunde, de bedrijfskunde, de bestuurskunde en de sociale 
wetenschappen (Boonstra, 2007, p. 8). Onderzoek naar public management-netwerken was in 1997 
een nieuw en groeiend onderdeel van public administration. De laatste jaren echter is de hoeveelheid 
wetenschappelijke literatuur die netwerken als een theoretisch framewerk gebruiken, sterk gegroeid. 
Berry onderscheidt drie stromingen, te weten social netwerk analysis, policy change en de impact van 
netwerken op de politieke uitkomsten en als laatste public management networks (Berry, 2004, p. 
539). Er is veel wetenschappelijk onderzoek geweest naar samenwerkingsverbanden in het openbaar 
bestuur door onder andere Agranoff, McGuire, Bryson, Mandell en Steelman. Agranoff en McGuire 
definiëren de samenwerkingsprocessen als het proces van faciliteren en het opereren in multi-
organisatorische regelingen om problemen op te lossen die niet kunnen worden opgelost, of 
eenvoudig op te lossen zijn door individuele organisaties (O‘Leary, 2006, p. 7). Bryson (2006, p. 44) 
definieert op zijn beurt samenwerking tussen verschillende actoren als het verbinden of delen van 
informatie, resources, activiteiten en mogelijkheden tussen organisaties uit meerdere sectoren om 
samen uitkomsten te bereiken die niet mogelijk waren door organisaties uit één enkele sector. In de 
afgelopen jaren zijn samenwerking, partnerschappen en netwerken geëvolueerd tot inter-
organisatorische innovaties die veelzijdige sociale en ecologische problemen aanpakken. Netwerken 
zijn algemeen erkend door zowel wetenschappers en praktijkmensen als een belangrijke vorm van 
multi-organisatorische governance (Provan, 2007, p. 1).
 
Korsten (2004) maakt in de netwerkstructuur 
het volgende onderscheid: het netwerkmodel; centrummodel; matrixmodel en het shared services 
center. De verschillen tussen bovenstaande vormen kunnen subtiel zijn. De vormen kunnen in elkaar 
overgaan door veranderende factoren zoals de mate van samenwerking. Er zijn veel varianten in 
samenwerkingsvormen. De keuze hangt af van wat voor doelen men wil bereiken met de 
samenwerking en van de mate waarin men wil integreren met de andere actoren. De doelen van 
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organisaties zijn verschillend van aard en kunnen individualistisch zijn, maar ook collectief. De 
effectiviteit van samenwerkingsverbanden werd in het algemeen niet geëvalueerd, aangezien zo´n 
evaluatie zeer complex is. De aanname was dat de effectiviteit van samenwerking hoger is dan dat de 
organisaties hun eigen weg gaan. Netwerk governance en netwerkmanagement zijn essentieel voor 
de effectiviteit, ook al is er geen sprake van hiërarchie of eigenaarschap. Wat kunnen publieke 
managers doen in een netwerk en hoe kunnen zij het verschil maken? Zijn sommige publieke 
managers succesvoller dan anderen? Het gebruik van netwerkmanagement is daarbij volgens de 
analyse van Meier (2003, p. 698) zeer belangrijk. Management is bepalend voor de effectiviteit, zeker 
in het geval van het beheersen van spanningen (Provan en Kenis; 2007, p. 242). Om de spanningen 
te verminderen kan men besluiten de netwerkvorm te veranderen. Galesloot beargumenteert dat de 
coördinatie en organisatie van het netwerk in handen moeten zijn van personen die daartoe goed zijn 
toegerust (Galesloot, 1995, pp. 27-28). Zij vervullen verschillende rollen zoals die van organisator, 
stimulator et cetera. Volgens Agranoff (2001, pp. 298-301) en McGuire (2001)
 
zijn er vier soorten 
gedragingen die een netwerkmanager kan gebruiken. De gekozen netwerkvorm en de wijze van 
netwerkmanagement zijn essentieel voor het verklaren van de effectiviteit van een netwerk. Hoewel dit 
essentieel is, is er nog niet veel onderzoek naar gedaan. Ook Klijn, Steijn en Edelenbos (2010, p. 
1043) stellen dat er nauwelijks studies zijn verricht die erop zijn gericht om de relatie tussen 
managementactiviteiten en de uitkomsten en productiviteit van netwerken te verkennen. Bovendien 
gaan de meeste theorieën over netwerkgovernance, macht en invloed in netwerken, etc. en niet over 
de overall effectiviteit van een netwerk en de onderdelen die daartoe leiden (Turrini, 2010, p. 528). 
Provan en Milward (2001, pp. 414-423) gaan daar in hun artikel “ Do Networks Really Work? A 
Framework for Evaluating Public-Sector Organizational Networks” wel verder op in. Door middel van 
onderzoek van de veiligheidsregio’s in combinatie met bovenstaande theorieën kan een bijdrage 
worden geleverd aan de wetenschappelijke theorie- en gedachtevorming over de keuze voor de 
samenwerkingsvorm, de wijze van netwerkmanagement en het effect daarvan op het effectief behalen 
van doelen. Dit kan bijdragen aan kennis en inzichten die helpen bij het realiseren van succesvolle 
samenwerking tussen organisaties.  
1.3  Onderzoeksvragen 
1.3.1  De centrale vraag 
De centrale vraag van deze scriptie luidt: 
 
In welke mate dragen de samenwerkingsvormen van het netwerk en de netwerkactiviteiten van de 
officier veiligheidsregio bij aan de effectiviteit van het netwerk te weten de veiligheidsregio? 
 
Deze centrale vraag kan in het volgende model worden weergegeven:  
 
 






1.3.2  Deelvragen afgeleid uit de centrale vraag  
De centrale vraag zal worden beantwoord met behulp van de volgende deelvragen: 
1. Welke vormen van samenwerking zijn er en hoe functioneren die vormen van samenwerking? 
2. Welke doelen kan een netwerk hebben? 
Netwerkactiviteiten van de officier  
veiligheidsregio 
Effectiviteit van de 
veiligheidsregio  
Mate van invloed op  
                    Samenwerkingsvormen 
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3. Wat maakt een netwerk effectief?  
4. Welke onderlinge verbanden zijn er tussen netwerkpartners in netwerken?  
5. Hoe vindt de aansturing en onderlinge beïnvloeding in netwerken plaats?  
6. Wat zijn de (netwerk)activiteiten van netwerkmanagers? 
7. Wat is het verband tussen de samenwerkingsvorm, de doelen van het netwerk, de effectiviteit en 
de netwerkactiviteiten van netwerkmanagers? 
 
De bovenstaande vragen zullen door middel van literatuuronderzoek in hoofdstuk 2 worden 
beantwoord. Daarna zullen dezelfde vragen worden gebruikt in relatie tot een viertal casussen in het 
empirisch onderzoek in hoofdstuk 4.  
1.4  Doelstelling van het onderzoek 
De doelstelling van deze scriptie is het onderzoeken van ten eerste in hoeverre de 
samenwerkingsvormen van de verschillende veiligheidsregio’s effect hebben op het effectief behalen 
van de doelen en ten tweede in hoeverre de rollen en gedragingen van de officier veiligheidsregio 
hierop van invloed is. Daarmee kunnen aanbevelingen worden gedaan aan de veiligheidsregio´s en 
Defensie om de samenwerking te verbeteren en de effectiviteit van het netwerk te vergroten. 
Netwerkmanagement is een kerncompetentie van overheidsdiensten (Bovaird en Löffler, 2009, p. 15). 
1.5  Afbakening van het onderzoek 
Bij mijn scriptie gebruik ik de volgende afbakeningen: 
 Crisisbeheersing bestaat uit een gemeentelijk/regionaal deel en een nationaal deel, die als één 
systeem moeten kunnen functioneren.
8
 Ik ga alleen in op het gemeentelijk/regionaal deel. 
 Bij een ramp of crisis die de landsgrenzen overschrijdt, denk aan een overstroming of een 
grieppandemie, is het belangrijk dat hulpverlenende instanties als brandweer, ambulances en 
politie goed met de buitenlandse collega’s samenwerken.
9
 Ik laat dit in mijn scriptie verder buiten 
beschouwing. 
 Defensie maakt deel uit van verschillende collaboratieve netwerken op centraal en decentraal 
niveau. In mijn onderzoek ga ik alleen in op de decentrale deelname in de Nederlandse 
veiligheidsregio’s. 
1.6  Opzet van de scriptie 
In hoofdstuk 1 wordt de aanleiding en de achtergrond van het onderzoek beschreven. Verder wordt de 
relevantie, vraagstelling, doelstelling en de opzet van de scriptie uiteengezet. Hoofdstuk 2 bevat een 
overzicht van de verschillende theorieën. Aansluitend wordt in hoofdstuk 3 de gehanteerde 
methodologie beschreven. In hoofdstuk 4 worden het uitgevoerde onderzoek en de analyse van de 
resultaten weergegeven. Tot slot worden in hoofdstuk 5 de conclusies getrokken uit de resultaten van 
het onderzoek in relatie tot de onderzoeksvragen. Daarnaast worden er discussiepunten besproken 
en zullen er aanbevelingen worden gedaan. De scriptie wordt aansluitend aangevuld met een 
literatuurlijst en diverse bijlagen. 
  








Hoofdstuk 2 Theoretisch kader 
2.1 Inleiding 
In het vorige hoofdstuk stond de hoofdvraag met de daarbij behorende deelvragen centraal. In dit 
hoofdstuk wordt het theoretisch kader van de scriptie nader toegelicht. In paragraaf 2.2 wordt 
behandeld welke samenwerkingsvormen er bestaan en hoe die vormen van samenwerking 
functioneren. Vervolgens wordt in paragraaf 2.3 gekeken welke doelen een netwerk kan hebben. 
Aansluitend staat in paragraaf 2.4 de vraag centraal wat een netwerk effectief maakt. In paragraaf 2.5 
wordt besproken welke verbanden er tussen netwerkpartners in netwerken zijn en in de daarop 
volgende paragraaf wordt gekeken hoe de aansturing en de onderlinge beïnvloeding in netwerken 
plaatsvindt. In paragraaf 2.7 staan de (netwerk)activiteiten van netwerkmanagers centraal. 
Aansluitend komt het verband aan bod tussen de samenwerkingsvorm, de doelen van een netwerk, 
de effectiviteit en het type netwerkactiviteiten van netwerkmanagers. Het hoofdstuk wordt afgesloten 
met een conclusie. 
2.2  Vormen van samenwerking en het functioneren van die vormen van samenwerking 
We leven in een netwerksociety. Overheden moeten vandaag de dag samenwerken met externe 
actoren, en netwerken (co)managen (Bovaird en Löffler, 2009, p. 223). Samenwerking wordt steeds 
belangrijker doordat de te behalen doelen steeds complexer worden en het aantal afhankelijkheden 
steeds groter wordt. Samenwerking is een synergetische kracht die zorg draagt voor effectiviteit 
(Schalk, 2010, p. 453). Slagvaardigheid is een dominant motief voor alle vormen van samenwerking, 
zowel publiekrechtelijke als private samenwerking (Propper, 2005). Het onderscheid tussen 
succesvolle en minder succesvolle organisaties ligt vaak aan de kwaliteit van samenwerking (Schalk, 
2010, p. 453). Volgens Zwaan (2005, p. 92) werd er in het verleden vooral samenwerking gezocht op 
inhoudelijke thema’s. Nieuw is met de name de aandacht voor samenwerking bij ondersteunende 
processen, zoals ICT, HRM en inkoop. Deze ontwikkeling past ook in de uitbreiding voor 
gemeenschappelijke behartiging van gemeenschappelijke (regionale) belangen naar samenwerking 
gericht op doelmatigheid, efficiency en kwaliteit. Agranoff en McGuire (2006, p. 56) definiëren de 
samenwerkingsprocessen als het proces van faciliteren en het opereren in multi-organisatorische 
regelingen om problemen op te lossen die niet kunnen worden opgelost, of eenvoudig op te lossen 
zijn door individuele organisaties. Bryson (2006, p. 44) definieert op zijn beurt samenwerking tussen 
verschillende actoren als het verbinden of delen van informatie, resources, activiteiten en 
mogelijkheden tussen organisaties uit meerdere sectoren om samen uitkomsten te bereiken die niet 
mogelijk waren door organisaties uit één enkele sector. 
 
Mandell & Steelman (2003, pp. 203-204) onderscheiden vijf vormen van samenwerking, te weten: 
 Intermitterende coördinatie: wanneer het beleid en de procedures van twee of meer organisaties 
onderling worden aangepast om bepaalde doelstellingen te bereiken. De interactie, commitment 
en het delen van middelen is laag. 
 Tijdelijke taskforce: heeft dezelfde kenmerken als intermitterende coördinatie, maar is bedoeld als 
specifiek project met een vastgestelde periode. 
 Permanente of reguliere coördinatie: twee of meer organisaties gaan samenwerken met beperkte 
activiteit middels een formele overeenkomst om een doel te bereiken.  
 Coalitie: een coalitie doet zich voor wanneer strategische acties worden genomen. De acties 
hebben echter een beperkte reikwijdte en alle acties vinden plaats binnen de deelnemende 
organisaties zelf of hebben betrekking op de sequentiële of simultane activiteit van de 
deelnemende organisaties. Het doel is specifiek en het gaat om een langdurige verbintenis. Het 
lidmaatschap is relatief stabiel. Er zijn meestal formele overeenkomsten. Elk lid deelt aanzienlijke 
hoeveelheden aan middelen. 





Boonstra (2007, pp. 23-24) vult bovenstaande aan met het begrip allianties. Allianties worden 
beschouwd als samenwerkingsverbanden tussen organisaties met gezamenlijke doelstellingen en een 
gemeenschappelijke besluitvorming waarin risico’s, kosten en opbrengsten worden gedeeld. In veel 
allianties hebben de partners hun werkwijzen op elkaar afgesteld om gezamenlijk voordeel te behalen 
en kennis te delen. Allianties kunnen worden gesloten tussen private ondernemingen, tussen publieke 
instellingen en tussen publieke en private organisaties. Het gaat concreet om contractuele 
samenwerking, partnerships, joint ventures en wederzijdse deelnemingen. Fusies en overnames 
worden niet tot allianties gerekend. Het aantal partners in netwerken is vaak omvangrijker dan in 
allianties en netwerken kunnen open en meer gesloten zijn (Boonstra, 2007, pp. 23-24).   
Netwerken zijn algemeen erkend door zowel wetenschappers als praktijkmensen als een belangrijke 
vorm van multi-organisatorische governance. Volgens Boonstra (2007, p. 24) worden netwerken 
gezien als een overkoepelde organisatievorm van autonome organisaties met wederzijdse belangen, 
die hun krachten willen bundelen om hun belangen te realiseren. Het gaat bij netwerken om een 
structurele en relationele inbedding van ruilrelaties. Klijn, Steijn en Edelenbos (2010, p. 1063) 
beargumenteren dat netwerken ontstaan uit de noodzaak tot interactie. Ze kunnen gepland zijn als de 
actoren bewust de interactie zoeken en deze interacties proberen te structuren met organisaties en 
regelgeving. Maar zij kunnen ook ongepland zijn als het resultaat van toevallige interacties, 
strategieën en van te voren gecreëerde regels. Meier (2003, p. 690) beargumenteert dat netwerken 
sterk kunnen variëren in grootte, complexiteit, structuur en samenstelling. Netwerken kunnen uit 
publieke, profit- en non-profitorganisaties bestaan of delen daarvan.  
 
Korsten (2004) maakt in de netwerkstructuur het volgende onderscheid:  
 Netwerkmodel: is de lichtste vorm, waarbij ambtenaren in hun eigen organisatie werkzaam blijven, 
maar op een aantal terreinen gezamenlijk opereren. 
 Centrummodel: model waarbij enkele gemeenten een of meer diensten bij centrumgemeente 
afnemen. 
 Matrixmodel: model waarbij elk van de deelnemende gemeenten een terrein verzorgt.  
 Shared services center: is een model waarin diensten en ambtenaren van een of meer taakvelden 
worden ondergebracht in een gemeenschappelijke organisatie. 
De verschillen tussen bovenstaande vormen kunnen subtiel zijn. De vormen kunnen in elkaar over 
gaan door veranderende factoren zoals de mate van samenwerking.  
 
Agranoff (2006, 56) maakt op zijn beurt onderscheid tussen: 
 Informatieve netwerken: partners komen bijna uitsluitend samen om technologieën, beleid, 
potentiële oplossingen, etc. uit te wisselen. Dit gebeurt op basis van vrijwilligheid. 
 Ontwikkelende netwerken: informatie en technische uitwisseling worden gecombineerd 
met onderwijs en diensten voor de leden, met als doel dat de capaciteit om oplossingen te 
implementeren binnen hun eigen instellingen en organisaties wordt vergroot. 
 Outreach netwerken: strategieën worden ontwikkeld om programma en beleid te wijzigen dat leidt 
tot een uitwisseling of coördinatie van de middelen. De besluitvorming en uitvoering liggen wel bij 
de individuele partners. 
 Actienetwerken: partners komen samen om interagency-aanpassingen te maken, gezamenlijke 
wijzen van opereren te ontwikkelen en diensten te leveren. Daarnaast wordt informatie 
uitgewisseld en de technologische capaciteit vergroot.  
 
Alter maakt het onderscheid tussen netwerken op het gebied van grootte, centralisatie en 
gedifferentieerdheid, complexiteit en connectiviteit van het netwerk (Alter, 1993, pp. 149-151). De 
grootte hangt af van het aantal organisaties dat deelneemt. De mate van centralisatie wordt bepaald 
door de totale hoeveelheid werk van het totaal die door enkele actoren wordt uitgevoerd. De 
complexiteit wordt gemeten aan het aantal verschillende service/productsectoren die worden 
vertegenwoordigd door de deelnemende organisaties. De mate van differentiatie wordt gekenmerkt 
door de verdeling van functionele en servicespecialisatie tussen de netwerkactoren. De connectiviteit 
hangt af van het aantal verbanden in het netwerk. Als het netwerk groeit, dan zal de connectiviteit 
afnemen, terwijl de complexiteit en differentiatie toenemen.  
Ook op bestuurlijk niveau moet in een geval van een netwerk samengewerkt worden. Er zijn vier 
bestuurlijke samenwerkingsverbanden (Galesloot, 1995, p. 11): 
15 
 
 Informele samenwerking: de besturen werken samen op basis van informele samenwerking, een 
soort gentlemen's agreement. 
 Samenwerking op basis van een samenwerkingsconvenant. 
 Een bestuurlijke federatie: de besturen richten een gezamenlijke federatie op die taken, 
bevoegdheden en verantwoordelijkheden krijgt overgedragen van de afzonderlijke besturen. 
 Een bestuurlijke fusie. 
 
Samenwerking tussen openbare bestuurslichamen (Rijk, provincies en gemeenten) bestaat al zo lang 
als ze zelf bestaan. Binnen de bestuurskunde staat de inrichting van het openbaar bestuur en de 
onderlinge samenwerking altijd in ruime belangstelling. Vanaf de jaren 80 van de vorige eeuw is er 
een grotere belangstelling gekomen voor het functioneren van de overheid in het algemeen en de 
gemeentelijke overheid in het bijzonder. De oorzaken daarvan zijn onder meer het besef van een 
steeds toenemende vervlechting en wederzijdse afhankelijkheid van overheid en organisaties, een 
wijziging in het politieke klimaat en een toenemende kritiek op het interne functioneren van de 
overheid. Men moet niet telkens proberen de structuren van het bestuur aan te passen aan de 
bewegingen in de samenleving. Bij toenemende maatschappelijke turbulentie moet men juist ‘de 
robuustheid van de vaste bestuursorganen versterken en van daaruit aanvullende flexibele coalities 
en praktijken mogelijk maken’ (IPO, 2002). De complexe vraagstukken van deze tijd vragen om 
allianties en netwerken. Binnen de publiek-private samenwerking gaat veel aandacht uit naar de 
organisatievorm (Klijn, Steijn en Edelenbos, 2010, p. 1043).
 
In de publieke sector is het implementeren 
en managen van een publiek programma door middel van een netwerk vaker regel dan uitzondering. 
De overheersende visie is dat een netwerk leidt tot een effectiever geheel en daardoor tot positievere 
uitkomsten (Turrini; 2010, p. 528). Het effectief aangaan van duurzame samenwerkingsrelaties is 
complex. In de afgelopen jaren zijn samenwerking, partnerschappen en netwerken geëvolueerd tot 
inter-organisatorische innovaties die veelzijdige sociale en ecologische problemen aanpakken. De 
bovenstaande benamingen worden door elkaar gebruikt, hoewel zij verschillen door variabelen als 
stabiliteit, mate van afhankelijkheid en het aantal betrokken organisaties.  
Gemeenten zien samenwerking als een mogelijkheid om eindelijk eens wat effectiever werk te maken 
van regionale vraagstukken (Korsten, 2007, p. 7) Gemeenten zijn zeer inventief bij de vormgeving van 
een samenwerkingsverband (Bakker, 2002). De samenwerking tussen gemeenten kan verschillende 
vormen aannemen: een publiekrechtelijke of privaatrechtelijke samenwerking (Korsten, 2006, p. 9). 
De publiekrechtelijke samenwerking is te baseren op de Wet gemeenschappelijke regelingen (Wgr). 
De Wgr is een flexibele wet die allerlei vormen van intergemeentelijke publiekrechtelijke 
samenwerking toelaat. 
 
Er kan sprake zijn van de volgende publiekrechtelijke samenwerkingsvormen:  
 De regeling met een sectoraal gericht openbaar lichaam  
 De brede basisregeling voor een regioverband  
 De plusregio voor specifieke grootstedelijke gebieden  
 De regeling met een gemeenschappelijk orgaan  
 De gewone of lichte regeling  
 De centrumgemeente-constructie  
 
Tegen de achtergrond van deze publiekrechtelijke samenwerkingsvormen is ook goed de 
veiligheidsregio te typeren. Het Nederlandse grondgebied is verdeeld in regio’s. De colleges van 
burgemeester en wethouders van de gemeenten die behoren tot een regio treffen een 
gemeenschappelijke regeling, waarbij een openbaar lichaam wordt ingesteld met de aanduiding: 
veiligheidsregio. Het bestuur van de veiligheidsregio stelt ten minste eenmaal in de vier jaar een 
crisisplan vast, waarin in ieder geval de organisatie, de verantwoordelijkheden, de taken en 
bevoegdheden in het kader van de rampenbestrijding en de crisisbeheersing worden beschreven. Het 
bestuur van de veiligheidsregio, het regionale college en de minister van Veiligheid en Justitie in zijn 
hoedanigheid van beheerder van het Korps landelijke politiediensten sluiten een convenant met het 









Er kan geconcludeerd worden dat er veel varianten in samenwerking zijn. De keuze hangt af van wat 
men wil bereiken met de samenwerking, wie de overige actoren zijn en de mate waarin men wil 
integreren met elkaar. 
2.3 Doelen van een netwerk 
Volgens de wetenschappelijke literatuur hebben organisaties verschillende doelen en tevens 
verschillende redenen om samen te werken. Bryson (2006, p. 44) definieert samenwerking tussen 
verschillende actoren als het verbinden of delen van informatie, resources, activiteiten en 
mogelijkheden tussen organisaties uit meerdere sectoren om samen uitkomsten te bereiken die niet 
mogelijk waren door organisaties uit één enkele sector. Agranoff (2006, p. 56) en McGuire stellen op 
hun beurt dat samenwerkingsprocessen er voor zijn om problemen op te lossen die niet kunnen 
worden opgelost, of niet eenvoudig op te lossen zijn door individuele organisaties. Dit kan bijvoorbeeld 
zijn omdat zij zelf niet de middelen hebben of omdat de doelen te complex zijn. Collectieve doelen 
kunnen niet meer alleen door publieke organisaties worden gerealiseerd. Daar is de hulp van andere 
spelers voor nodig. Het gebruik van mediation, arbitrage en zelfregulering kan zelfs effectiever zijn 
dan de actie van de publieke organisatie. Er wordt niet langer gefocusseerd op marktstructuren als 
sturende mechanismen zoals dat gebeurt in new public management. Hiërarchieën (zoals 
bureaucratieën) en coöperatieve netwerken kunnen in specifieke gevallen ook een faciliterende rol 
spelen (Bovaird en Löffler, 2009, p. 218).  
 
Aan samenwerking liggen echter niet altijd redenen van eigenbelang ten grondslag. Centrale 
overheden faciliteren soms regionale samenwerking. Dit doen ze vaak omdat het een neerwaarts 
effect zou kunnen hebben op de totale overheidskosten. Organisaties gaan samenwerken om de 
effectiviteit te vergroten, hetgeen soms gelijk staat aan een betere dienstverlening of doelrealisatie. 
Het concept effectiviteit is echter vrij problematisch in die zin dat het steeds de vraag is waarover het 
gaat en om welk niveau het gaat. Doelstellingen zijn vaak vaag en nauwelijks geprioriteerd (Provan, 
2001, pp. 425-426). Organisaties gaan samenwerken om meer financiële middelen te krijgen, op zoek 
naar politieke kracht, en om meer ruimte te creëren om te kunnen manoeuvreren.
 
Bij samenwerking 
kan er ook sprake zijn van meer flexibiliteit. Netwerken hebben de natuurlijke neiging om zich snel aan 
te passen en ze doen dat ook (Agranoff, 2001, p. 305). 
  
Maar samenwerking kan wel nadelen hebben. Denk aan conflicten over de gemeentegrenzen heen, 
dreigende afwenteling van verantwoordelijkheden en verlies van flexibiliteit doordat er ineens partners 
zijn waarmee rekening gehouden moet worden (Korsten, 2007, p. 8). Alter (1993, pp. 36-37) vult dit 
aan met het mogelijk verlies aan autonomie, stabiliteit, bronnen, technologische superioriteit en 
snelheid. 
 
Binnen netwerken kan sprake zijn van goal ambiguity als de doelen op verschillende manieren kunnen 
worden geïnterpreteerd. Dit kan ontstaan bij het vaststellen van de doelen vanuit de missie van het 
netwerk. Maar het kan ook ontstaan bij de evaluatie of de doelen zijn gehaald. Daarnaast kan er 
verschil van mening zijn over de prioriteitsvolgorde van de doelen (Boyne, 2006, pp.94-97). Tompkins 
stelt dat het ook vaak ligt aan het feit dat de doelen te abstract zijn. Dit maakt het voor managers 
moeilijk om performancestandaarden te creëren en de resultaten te meten (Tompkins, 2005, pp. 14-
15). 
 
Management in een netwerk is niet gericht op één enkel organisatiedoel, zoals dat het geval is in de 
klassieke managementbenadering. Het houdt in dat je flexibele structuren moet managen richting 
collectieve efficiëntie (Agranoff, 1999b, p. 21). Bij netwerken is het mogelijk dat de netwerkspelers hun 
eigenbelang nastreven zonder dat er sprake is van een gezamenlijke doelstelling en besluitvorming 
(Boonstra, 2007, p. 24). Dit verschilt met de zienswijze van Korsten. Korsten schrijft dat een netwerk 
een groep van drie of meer wettelijk autonome organisaties is die samenwerken om niet alleen hun 
eigen doelen, maar ook de collectieve doelen te halen (Provan, 2007, p. 3).  
  
Perrow (1970, p. 135) beschrijft vijf verschillende categorieën van doelen van organisaties: 
 Doelen van de gemeenschap zoals het handhaven van de orde. 
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 Outputdoelen. Deze categorie behandelt types van output gedefinieerd in termen van 
consumentenfuncties: gezondheidskunde, onderwijs. 
 Systeemdoelen, bijvoorbeeld groei, stabiliteit, winst, of wijze van controle of structurering. 
 Productdoelen gericht op de karakteristieken van een product, bijvoorbeeld kwaliteit of kwantiteit, 
variëteit, beschikbaarheid, mate van innovatie. 
 Afgeleide doelen: politieke doelstellingen, ontwikkeling van personeel. 
 
Onder de algemene opsomming van Perrow (1970, p. 135) kunnen de opsommingen van Boonstra 
(2007), Weiss (1987) en Korsten worden geschaard. Volgens Boonstra (2007, p. 11) worden allianties 
gesloten met het oog op gezamenlijke marktbewerking, internationale samenwerking, verbetering van 
distributie en bedrijfsvoering, bundeling van onderzoek en gezamenlijke productinnovatie.
 
Allianties 
zijn in dat opzicht te vergelijken met netwerken. Weiss (1987) geeft in haar artikel over relaties tussen 
organisaties zes mogelijke redenen om samen te werken, te weten: meer middelen te krijgen; om aan 
normen en waarden te voldoen; om politiek voordeel te verkrijgen; om problemen op te lossen; om de 
onzekerheid te verminderen en om juridische mandaten te gehoorzamen. Volgens Korsten gaan 
gemeenten samenwerken om de volgende redenen: verkleinen van de kwetsbaarheid; kostenreductie 
door schaalvoordelen; verhogen van de kwaliteit van werkprocessen; verhogen van de 
professionaliteit en deskundigheid van medewerkers; verhogen van de arbeidsproductiviteit; delen van 
kennis en ervaring en het mogelijk maken van specialisering; verbeteren van het loopbaanperspectief 
van de medewerkers; bundelen van schaarse expertise; kennisdeling en uitwisseling van ervaring is 
eenvoudiger; verhogen van de kwaliteit van beleid door van elkaar te leren en door uitruil van ‘best 
practices’ en versterking van de onderhandelingspositie ten opzichte van bijvoorbeeld leveranciers 
(Korsten, 2006, p. 70). 
Er is een verschil tussen de doelen van een publieke organisatie en die van een private organisatie. 
Een privaat netwerk streeft voornamelijk naar productdoelen en systeemdoelen, terwijl een publiek 
netwerk zich ook richt op afgeleide doelen. Daarnaast is een publieke organisatie ervoor om de 
gemeenschapsdoelen en outputdoelen te garanderen. 
2.4 Effectiviteit van een netwerk.  
Een (voorgenomen) handelwijze is effectief of doeltreffend als de betreffende inspanningen en 
uitgaven daadwerkelijk bijdragen aan de realisatie van het beoogde doel. In feite wordt dus het effect 
gemeten van een bepaalde handeling. In de beoordeling van projecten en programma's is effectiviteit 
de eerste eis; efficiëntie is dan de volgende eis.
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Netwerkeffectiviteit wordt gedefinieerd als de 
verwezenlijking van positieve netwerkleveluitkomsten die niet kunnen worden behaald door individuele 
organisaties die alleen opereren (Provan, 2007, p. 2). Het bepalen van de effectiviteit van 
samenwerking is problematisch. Dat geldt zeker in het geval van netwerken omdat key stakeholders 
en hun belangen zo divers zijn. Volgens Provan en Milward zijn er verschillende effectiviteitscriteria en 
actoren op het niveau van gemeenschap, netwerk en deelnemers aan het netwerk. Publieke 
netwerken moeten ook op die drie niveaus worden geëvalueerd. De verschillende visies op effectiviteit 
van elk niveau moeten worden samengebracht. Aan de effectiviteitscriteria op organisatie- en 
netwerkniveau kan worden voldaan door te focussen op het gemeenschapsniveau. Uiteindelijk 
bepalen immers de stakeholders van het gemeenschapsniveau de totale effectiviteit (Provan, 2001, p. 
423). 
 
Het meten van uitkomsten in governancenetwerken is problematisch omdat het vaak langdurige 
processen zijn en omdat de doelen in die tijdspanne kunnen veranderen (goal displacement), of 
omdat de uitkomsten op verschillende wijzen worden geïnterpreteerd door de actoren (Klijn, Steijn en 
Edelenbos, 2010, p. 1065). Het is echter wel essentieel voor de mensen die deel uitmaken van het 
netwerk, de mensen die worden bediend door het netwerk en diegenen die door beleid en sponsoring 
het netwerk beïnvloeden. Volgens McGuire zijn netwerken afhankelijk van verschillende leiders die op 
verschillende tijdstippen diverse rollen aannemen die allemaal noodzakelijk kunnen zijn voor de 
effectiviteit van een netwerk (McGuire, 2002, p. 600). Des te meer netwerkinteracties er worden 
onderhouden door de netwerkmanagers, des te hoger wordt de performance (Berry, 2004, p. 543). Er 
is wel een verschil tussen publieke netwerken en private netwerken, aangezien de effectiviteit van 





private netwerken vaak wordt afgemeten aan de financiële performance. Bij publieke netwerken kun je 
volgens Provan (2001, p. 416)  de effectiviteit op drie niveaus analyseren, te weten gemeenschap, 
netwerk en organisatie-/deelnemer niveau. De criteria die verantwoordelijk zijn voor de effectiviteit zijn 
weergegeven in het model van Provan (zie bijlage 6). De drie niveaus beïnvloeden ook elkaar, waarbij 
de key stakeholders de belangrijkste rol spelen. Aan organisatie- en netwerkleveleffectiviteitscriteria 
kan worden voldaan door op doelen op gemeenschapsniveau te focussen. Service-delivery-netwerken 
moeten worden gebouwd en onderhouden op organisatie- en netwerkniveau, maar de algemene 





Volgens Agranoff zijn er een aantal bekwaamheden nodig voor een effectief netwerkmanagement. 
Essentieel is het om de bekwaamheden, kennis en middelen van anderen te kunnen gebruiken. 
Daarnaast moet men weten wie die middelen zoals geld technologie, informatie, expertise, tijd etc. 
heeft. Het bewerkstelligen van interactie tussen de verschillende partijen is ook een belangrijk element 
van effectief netwerkmanagement. Ook vertrouwen is belangrijk. Vertrouwen kan worden gegenereerd 
door het delen van en het discussiëren over de informatie, gelijkheid in processen en technieken, 
ervaring hebben met het werken met de andere organisatie, langetermijnrelaties, gelijke grootte, 
macht of strategische positie van de organisatie, de rotatie van de leiderschapsrol, gelijke financiële 
beloningen en economische voordelen voor de organisaties en hun medewerkers (Agranoff, 1999b, p. 
32). Ook volgens De Bruijn (2005, p. 327) is vertrouwen essentieel in een netwerk. Zonder vertrouwen 
is er weinig potentieel in de samenwerking.  Bryson (2006, p. 47) sluit zich hier bij aan. Volgens 
Provan (2007) is netwerkgovernance essentieel voor de effectiviteit, ook al is er geen sprake van 
hiërarchie of eigenaarschap. Daarnaast hebben de deelnemers weinig formele verantwoordingsplicht 
tot de doelen op netwerkniveau en de conformiteit tot regels en procedures is op vrijwillige basis. 
Netwerkeffectiviteit is volgens Turrini (2010, p. 531) afhankelijk van de kenmerken van het netwerk 
zoals interconnectiviteit, centrale middelen ten behoeve van integratie zoals gemeenschappelijke 
informatie en communicatiemiddelen, externe fiscale en financiële controle, cohesie en steun van de 
gemeenschap, aansprakelijkheid en transparantie, langdurig werkzaam binnen het netwerk, lage 
competiviteit in het netwerk en een mate van centralisatie. Daarnaast is netwerkeffectiviteit afhankelijk 
van de netwerkstabiliteit. Deze hangt af van de beschikbaarheid van middelen en de mate van 
onzekerheid waarin het netwerk verkeert bij de uitvoering van zijn activiteiten. Turrini (2010, p. 531) 
stelt ook dat hoe groter het aantal deelnemende actoren is, des te lager de effectiviteit zal zijn. 
  
Provan en Kenis (2007, p. 242)  stellen dat management bepalend is voor de effectiviteit, zeker in het 
geval van het beheersen van spanningen. Er zijn drie soorten spanningen: 
 Efficiency versus inclusiviteit: hoe meer mensen worden betrokken bij het proces, des te meer 
gaat dat ten koste van de efficiëntie. Een lead organization is daarbij efficiënter dan een shared 
governance. Een NAO (network administrative organization) is echter de beste mix tussen 
efficiëntie en inclusiviteit. 
 Interne versus externe legitimiteit. Om te zorgen voor externe legitimiteit zijn acties nodig die juist 
weer afbreuk kunnen doen aan de interne legitimiteit. De behoeftes van de individuele 
organisaties wat betreft interne legitimiteit komen niet altijd overeen met de behoeftes van het 
netwerk aangaande de externe legitimiteit. Een shared governance is vooral goed om zorg te 
dragen voor interne legitimiteit. Een lead organisation is weer geschikt om de externe legitimiteit te 
waarborgen. Een NAO doet het alle twee, echter niet simultaan.  
 Flexibiliteit versus stabiliteit: stabiliteit is noodzakelijk voor het creëren van interne en externe 
legitimiteit. Flexibiliteit is echter noodzakelijk om te reageren op kansen en bedreigingen. Geen 
van de drie netwerkvarianten kan de ideale mix tussen flexibiliteit en stabiliteit verzorgen. Een 
shared governance is flexibel, terwijl een lead organisation en een NAO meer gekenmerkt worden 
door stabiliteit. 
Hieruit kan geconcludeerd worden dat het gebruik van een NAO de spanningen het meest verminderd 
in vergelijking met een lead organization en shared governance. (Provan en Kenis, 2007, p. 242) 
 
Collaboration is een goede strategie om netwerkgovernance te verbeteren, maar het is geen strategie 
die alle problemen kan oplossen. Collaboration kan worden gedefinieerd als een gezamenlijke 
activiteit van een of meerdere organisaties om publieke waarde te creëren (Imperial, 2005, p. 286). 
Volgens Koppenjan (1993, p. 25)  zijn er faalfactoren die de effectiviteit van een netwerk verkleinen: 
belangrijke actoren ontbreken; ontbreken van voorwaarden voor samenwerking; aanwezigheid van 
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blokkades in interacties; geen overeenstemming in doelen of dat deze doelen niet effectief genoeg 
zijn; afwezigheid beleidsvrijheid; teveel vrijheid; ontbreken cruciale informatie over doelstellingen, 
middelen en deelnemers. Volgens Iacobucci zijn de succesfactoren van een netwerk: de aard van de 
uitwisseling; ontwikkeling van vertrouwen en commitments en de informele processen. Het gaat niet 
om de structuur, juridische vorm et cetera, maar om het functioneren van de netwerkmanager(s) die 
het netwerk effectief maken (Iacobucci, 1996, p. 115).   
2.5 Onderlinge verbanden tussen netwerkpartners in netwerken 
Netwerken ontstaan doordat actoren afhankelijk van elkaar zijn. Netwerken bestaan uit een aantal  die 
verder in dit hoofdstuk worden toegelicht. Borgstein (1997, pp. 31-32) stelt dat een netwerk bestaat uit 
drie basisvariabelen:  
 Actoren belast met het uitvoeren van activiteiten en/of het beheren van bepaalde middelen. De 
actoren kunnen individuen, groepen van individuen, afdelingen binnen de organisatie, organisaties 
of zelfs groepen van organisaties zijn. 
 Activiteiten die uitgevoerd worden door actoren. Hierbij wordt onderscheid gemaakt naar twee 
groepen van activiteiten: transformatie-activiteiten, die worden uitgevoerd onder beheer van een 
der actoren, en transactieactiviteiten, die erop gericht zijn transformatieactiviteiten aan elkaar te 
koppelen en relaties tussen actoren tot stand brengen.  
 Bronnen/middelen die fysiek, financieel of menselijk van aard kunnen zijn. 
 
In de literatuur over sociale netwerken wordt onderscheid gemaakt naar drie belangrijke 
hoofdaspecten van netwerken: 
 Inhoud van de relatie: wat wordt uitgewisseld tussen de actoren. 
 Aard van relaties: dit aspect refereert aan een sterke en de collectieve aard van de relatie tussen 
actoren. 
 Structuurkenmerken: dit aspect heeft betrekking op het totale plaatje van relaties in het systeem 
van actoren. 
 
De Bruijn en Ten Heuvelhof (De Bruijn, 1992, p. 4) en Koppenjan (1993, p. 42) stellen voor om 
netwerken te karakteriseren aan de hand van de kenmerken pluriformiteit, interdependentie en 
geslotenheid, die betrekking hebben op respectievelijk de aard van de actoren, de relaties tussen 
actoren en het netwerk als geheel. Pluriformiteit duidt op de heterogeniteit van de actoren, met als 
gevolg dat de ontvankelijkheid voor sturingssignalen per actor sterk verschilt. Het kenmerk 
interdependentie heeft betrekking op de aard van de relaties tussen de actoren: afhankelijkheden 
kunnen betrekking hebben op uiteenlopende hulpbronnen, asymmetrisch van aard zijn en kunnen in 
de loop van de tijd veranderen. Het kenmerk geslotenheid heeft betrekking op het netwerk als geheel: 
niet alle netwerken staan in dezelfde mate open voor (dezelfde) sturingssignalen (De Bruijn, 1992, p. 
4). 
 
Volgens de Bruijn kenmerken netwerken zich door dat zij bestaan uit verschillende actoren met eigen 
belangen, doelen en percepties (autonomie), die voor de realisatie van doelen evenwel afhankelijk zijn 
van anderen. Tot deze netwerken kunnen publieke, semipublieke en private actoren behoren (De 
Bruijn; 1992, pp. 3-4).
 
Een actor is een handelingseenheid die het beleidsproces probeert te 
beïnvloeden ten gunste van eigen scoringsmogelijkheden. (Klijn en Teisman, 1992, p. 8). Iedere actor 
kan zich in principe de rol van netwerkmanager toe-eigenen (Koppenjan, 2003, p. 77). 
Volgens Provan zijn er vier groepen in netwerken, te weten opdrachtgevers en agents; primaire 
financiers en toezichthouders; NAO en lid organisaties. Naast structurele kenmerken van netwerken 
(patronen van interacties, verdeling van hulpbronnen) zijn culturele kenmerken (waarden, normen, 
rollen, percepties en dergelijke) van belang (De Bruijn, 1992, p. 4). Volgens  Imperial bestaan 
netwerken uit formele en informele relaties. Relaties kunnen bestaan uit communicatie en het delen 
van informatie of het uitwisselen van goederen of diensten. Relaties kunnen ook bestaan uit het 
ontwikkelen van gedeelde normen en verwachtingen (Imperial, 2005, p. 287). De wijze waarop 
bestaande relaties in het netwerk met elkaar omgaan heeft invloed op de nieuwe relaties (Isett, 2011, 




Er zijn vier stadia in relaties tussen partijen volgens Leek (2011, p. 60): 
 Partijen zijn onbekend voor elkaar. 
 Partijen weten van elkaars bestaan en weten de zakelijke mogelijkheden. 
 Partijen zijn in gesprek met elkaar om te kijken in welke mate ze zaken kunnen uitwisselen. 
 Er is een zakelijke overeenkomst. 
 
Er zijn twee soorten intergouvernementele activiteiten: er is sprake van verticale activiteiten als zij 
plaatsvinden met de overheid en van horizontale activiteiten als zij plaatsvinden met de lokale 
overheid of particuliere organisaties (Agranoff, 1999a, pp. 356 en 359). Volgens Borgstein (1997, p. 
38) kan er met een politieke netwerkanalyse een concreet plan worden opgesteld om een 
veranderingsproces in gang te zetten. Afhankelijk van de variabelen wederzijds vertrouwen en 
opstelling/visie/verwachtingen kun je actoren indelen in verschillende categorieën conform 
onderstaand schema. 
 
Politieke analyse netwerk 
 Wederzijds vertrouwen Geen wederzijds vertrouwen 
Zelfde opstelling/visie/verwachtingen Vrienden Potentiële bondgenoten 
Tegenovergestelde opstelling/visie/verwachtingen Tegenstanders Vijanden 
2.6 Aansturing en onderlinge beïnvloeding in netwerken.  
Een netwerk kan verticaal zijn met meer traditionele intergouvernementele verbanden of horizontaal 
en gebaseerd op collaboration. Verder kan het een formeel of informeel karakter hebben (Agranoff, 
1999b, pp. 20 en 23). De Bruijn en Ten Heuvelhof stellen dat ieder van de actoren zijn eigen waarden, 
doelstellingen en belangen heeft, die hij tracht te realiseren door instrumenten in te zetten waarmee hij 
andere actoren tracht te sturen. Netwerken zijn vaak niet hiërarchisch en de deelname is zonder 
dwang (Isett, 2011, p. 161). Bovenstaande is te koppelen aan de perspectieven van Klijn en Teisman 
(1992, pp. 2-3). Volgens Klijn en Teisman houdt het rationele actormodel in dat het proces door één 
actor wordt gestuurd vanuit een centraal gekozen doel (of meerdere doelen). Daartegenover staat het 
speltheoretisch perspectief. In de speltheorie erkennen de actoren elkaar als strategen, als 
handelende actoren die niet gehoorzamen aan determinerende wetmatigheden. Agranoff is ook van 
mening dat het management in een netwerk niet is gebaseerd op een centrale autoriteit. Elke 
organisatie houdt namelijk zijn eigen autoriteit (Agranoff, 1999b, p. 21). Volgens McGuire (2002, p. 
600) zijn netwerken afhankelijk van verschillende leiders die op van een overheidsorganisatie die het 
netwerk organiseert of in stand houdt. Ten tweede is er een politieke kern die deel uitmaakt van de 
governancestructuur. Ten derde is er een technische kern: een werkgroep die het meeste van een 
bepaald onderwerp afweet. Ten vierde zijn er werknemers die het netwerk ondersteunen. Volgens 
Agranoff maken bijna alle netwerken gebruik van een soort raad van verschillende tijdstippen diverse 
rollen aannemen die allemaal noodzakelijk kunnen zijn voor de effectiviteit van een netwerk. Een 
publieke manager begrijpt de meest kritische operationele activiteiten. Hij identificeert en werkt met de 
juiste spelers en hulpbronnen. Tevens zorgt hij ervoor dat de spelers gecommitteerd blijven. 
Daarnaast definieert hij de rol van de spelers en faciliteert de effectieve interactie tussen de spelers 
(McGuire, 2002, p. 600). 
 
Volgens Agranoff zijn er vier elementen van macht. Elk netwerk heeft een kampioen: een zichtbare, 
sterke en prestigieuze leider bestuur, gekozen door de vertegenwoordigers van de organisaties. De 
beheerders van de overheidsdiensten hebben geen wettelijke autoriteit (behalve binnen hun eigen 
organisatie) en niet alle technische informatie. De autoriteit in een netwerk wordt gedeeld met 
verschillende stakeholders. Het is onwaarschijnlijk dat één van de spelers de wettelijke of de 
financiële resources heeft om een probleem te op te lossen (Agranoff,  2006, p. 59). French & Raven 
(Borgstein, 1997, pp. 36-37) onderscheiden vijf verschillende machtsbronnen van waaruit een 
netwerkactor het gedrag van andere leden kan beïnvloeden: beloningsmacht; bestraffingsmacht; 
gelegitimeerde macht (contractmacht); deskundigheid-/informatiemacht en referentiemacht. De 
21 
 
verschillende machtsbronnen zijn hier van elkaar losgekoppeld, maar het zal duidelijk zijn dat zij in de 
praktijk in combinatie met elkaar gebruikt kunnen worden. De eerste drie zijn dwingende 
machtsbronnen gericht op een direct extern resultaat. De laatste twee zijn niet dwingend en gericht op 
een langetermijnresultaat (Borgstein, 1997, pp. 36-37). Er zijn netwerken met een sterke macht. Dat is 
een actor die niet kan worden uitgesloten. Er zijn ook netwerken met een gelijke macht en netwerken 
met een zwakke macht. De actoren met een zwakke macht kunnen als eerste worden uitgesloten 
(Willer, 1999). 
 
Koppenjan (1993) maakt een heldere opsomming van methoden die een netwerkactor kan 
aanwenden om een andere actor binnen een netwerk tot het gewenste gedrag over te halen. Zij 
onderscheiden daarbij de volgende strategieën, waarbij sprake is van zowel beïnvloeding als sturing: 
 Strategieën gebaseerd op het veranderen van percepties door middel van: informatie-uitwisseling 
(deskundigheidsmacht) en het doen van aanbevelingen (deskundigheidsmacht). 
 Strategieën niet gebaseerd op het veranderen van percepties: beloftes (beloningsmacht); 
bedreigingen (bestraffingsmacht); juridische strategieën (gelegitimeerde macht) en het doen van 
verzoeken. 
 
Volgens Klijn en Teisman (1992, p. 12) kan netwerkmanagement worden onderscheiden in drie 
soorten beïnvloeding:  
 Beïnvloeding van het spel d.m.v. (re)framing van percepties. 
 Beïnvloeding van de samenstelling van de spelers: activeren van partijen en arrangeren van hun 
interacties. 
 Beïnvloeding van afhankelijkheden en hun relaties. 
 
Volgens Koppenjan (1993, pp. 106-108) zijn er echter drie andere soorten beïnvloeding: 
 Beïnvloeding van relaties tussen actoren onder andere door selectieve activering. 
 Beïnvloeding van interactieregels. 
 Beïnvloeding van percepties. 
 
De actoren in een netwerk anticiperen en reageren op de acties van andere actoren (Koppenjan en 
Klijn, 2004). Actoren leren wat de strategieën zijn van anderen en proberen deze te neutraliseren. 
Omdat de actoren leren, zal de effectiviteit van elke strategie verminderen in de tijd volgens de wet 
van afnemende effectiviteit van De Bruijn (2005). Een actor die alleen netwerkstrategieën gebruikt, 
maakt zichzelf kwetsbaar. Het afwisselen van netwerkstrategieën en het gebruik van hiërarchie is 
daarom raadzaam (De Bruijn, 2005, pp. 326-327). De conclusie die hieruit getrokken kan worden, is 
dat een variatie aan sturing en beïnvloeding noodzakelijk is waarbij de nadruk op beïnvloeding moet 
liggen. 
2.7 (Netwerk)activiteiten van netwerkmanagers 
Netwerkmanagers hebben andere capaciteiten nodig dan een manager die een enkele organisatie 
managet (Agranoff, 2001, p. 296).  Managers moeten de vaardigheden van onderhandelen, faciliteren, 
overtuigen en gezamenlijk probleemoplossend leren (O‘Leary, 2006, p. 8). De primaire activiteiten van 
de netwerkmanager zijn het selecteren van relevante actoren en middelen, het creëren van de 
operationele context van het netwerk en het sturen van de wijze waarop men omgaat met strategische 
en operationele complexiteit (Kickert et al, 1997). Binnen netwerkmanagement kan men drie vormen 
van coördinatie onderscheiden: de eerste vorm omvat invloedstrategieën en concurrentiestrijd; de 
tweede vorm onderhandelingsstrategieën en overleg; de derde vorm omvat samenwerkingsvormen 
uitmondend in de vorming van een overkoepelende organisatie (De Bruijn, 1992, p. 7).Onder 
netwerkmanagement wordt verstaan de wijzen waarop actoren trachten de structuur, het functioneren 
en/of de beleiduitkomsten van een netwerk te beïnvloeden. De Bruijn en Ten Heuvelhof (De Bruijn, 
1992, pp. 7-9) maken onderscheid tussen niveaus waarop deze sturingsmogelijkheden plaatsvinden. 
Zij spreken van het operationele, het strategische en institutionele niveau. Netwerkmanagement op 
het operationele niveau heeft betrekking op de vraag in hoeverre de intrinsieke kenmerken van 
instrumenten en de wijze waarop zij worden toegepast, afgestemd kan worden op het netwerkkarakter 
van de beleidsomgeving. In de tweede plaats is er het strategisch niveau. Op dit niveau wordt de 
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omgeving van de actor afgetast naar nieuwe mogelijkheden tot sturing, zonder dat er sprake is van 
een strak omlijnde doelstelling. Sturing van netwerken op dit niveau door de netwerkmanager heeft 
betrekking op de beïnvloeding van het functioneren van netwerken, zonder dat de structuur van het 
netwerk op directe wijze wordt gewijzigd. Ten derde is er het institutionele niveau. Dit heeft betrekking 
op de beïnvloeding van de eigenschappen van actoren, van de samenstelling van de kring van 
actoren en van de aard van hun relaties. Bij vormen van netwerkconstituering kan gedacht worden 
aan beïnvloedingspogingen gericht op: 
 Wijziging van de positie van actoren binnen het netwerk, bijvoorbeeld door beïnvloeding van de 
hulpbronnen waarover ze beschikken. Subsidiëring van instellingen kan hiertoe een middel zijn. 
 Wijziging van de kring van betrokkenen. Dit kan gebeuren door te kiezen voor bepaalde 
bestuursarrangementen voor de uitvoering van een specifiek project; maar ook door de creatie of 
opheffing van actoren.  
 Wijziging van de heersende cultuur binnen netwerk. Dit kan door structurele wijzigingen in het 
netwerk aan te brengen; of door het bewerkstelligen van een shockeffect, bijvoorbeeld door 
taboes te doorbreken. 
 
Volgens de Bruijn (1992, p. 7) en Koppenjan (1993, p. 23) wordt onder netwerkmanagement verstaan: 
de wijzen waarop actoren de structuur, het functioneren en/of de beleidsuitkomsten van een 
beleidsnetwerk bewust trachten te beïnvloeden. Koppenjan (1993, p. 25) wijst op de rol van 
netwerkmanager als makelaar, bemiddelaar, facilitator  of entrepreneur. Zonder over hiërarchische 
middelen te beschikken, kan de netwerkmanager met bepaalde doelen en middelen samenbrengen, 
bemiddelen in conflicten tussen actoren, middelen beschikbaar stellen die samenwerking bevorderen 
of zelfs initiatieven nemen tot gezamenlijke actie. In situaties waarin de verhoudingen tussen factoren 
vastzitten en zachte methoden niet meer helpen, kan overgegaan worden tot het hanteren van 
shocktherapieën. In deze categorie vallen voorstellen voor een ‘management van chaos’ en ingrepen 
die het opschudden van het netwerk beogen. De interventies hebben tot doel de status-quo op een 
terrein te doorbreken en aldus kansen voor verandering te creëren (Koppenjan, 1993, p. 25).
 
Het 
gebruik van netwerkmanagement is volgens de analyse van Meier zeer belangrijk. Hoe meer er wordt 
genetwerkt in verschillende richtingen, des te stabieler blijft de performance. Tevens kan er effectiever 
gebruik worden gemaakt van de geselecteerde bronnen (Meier, 2003, p. 698). 
   
Klijn, Steijn en Edelenbos (2010, p. 1064) gebruiken de term governance wanneer overheden 
opereren in een situatie met meerdere actoren die gebruikmaken van horizontale sturing. De term 
staat gelijk aan netwerkmanagement. De aanname in de literatuur is dat een positieve uitkomst 
zonder netwerkmanagement vaak niet mogelijk is. Diverse casestudies bevestigen dit. 
Galesloot beargumenteert dat de coördinatie en organisatie van het netwerk in handen moeten zijn 
van personen die daartoe goed zijn toegerust (Galesloot, 1995, pp. 27-28). Zij vervullen verschillende 
rollen zoals die van: 
 Organisator. De organisator initieert de netwerkenbijeenkomsten. 
 Stimulator. De stimulator is een leider die vooral impulsen geeft, en aanzet tot leren. 
 Makelaar. De makelaar legt verbindingen tussen inhouden die voor de deelnemers van belang 
zijn. Hij overziet het geheel, kent de situatie waaruit de deelnemers afkomstig zijn en legt zo 
verbindingen. 
 Richtinggever. De richtinggever zet de koers uit die optimaal aansluit bij de behoeften van de 
deelnemers. 
 Leider. Netwerkbijeenkomsten moeten goed geleid worden. Een leider is voortdurend actief, 
geconcentreerd op het doel van de bijeenkomst. 
 
Volgens Agranoff (2001, pp. 298-301) en McGuire (2001)
 
zijn er vier soorten gedragingen die een 
netwerkmanager kan gebruiken. De eerste is activatie: een set van gedragingen die worden gebruikt 
om personen en hulpbronnen te identificeren en te integreren om zo de doelen te bereiken. Activatie 
is een kritische component van netwerkmanagement omdat resources zoals geld, informatie en 
expertise netwerkmechanismen kunnen integreren. Activatie is zeer belangrijk voor 
netwerkeffectiviteit, maar ook de-activatie speelt een grote rol. De tweede is framing. In vergelijking 
met activatie is framing een meer subtiele taak, maar net zo noodzakelijk. Beide worden gebruikt bij 
het formeren van het netwerk en als een managementtool wanneer de effectiviteit van het netwerk 
vermindert of beter kan. Framing betreft gedragingen gericht op het organiseren en integreren van de 
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netwerkstructuur door middel van het faciliteren van afspraken over de rol van de deelnemers, de 
regels en de netwerkwaarden. Een manager kan de context van het netwerk framen door nieuwe 
ideeën aan te dragen in het netwerk. Nummer drie is mobilisatie. Mobilisatie zijn gedragingen die 
worden gebruikt om commitment en support voor de netwerkprocessen van netwerkparticipanten en 
externe stakeholders te genereren. Mobilisatie vereist een beeld van het strategisch geheel en de 
mogelijkheid om gezamenlijke doelen te ontwikkelen en te bereiken. Als laatste is er synthesizing. 
Synthesizing zijn gedragingen om de omgeving en de condities voor een gunstige en productieve 
interactie tussen netwerkparticipanten te verbeteren. De netwerkmanager moet relaties en interacties 
bouwen die resulteren in het bereiken van het doel van het netwerk. Het verminderen van complexiteit 
en onzekerheid kan worden bereikt door het promoten van informatie-uitwisseling. Belangrijk bij alle 
vier de gedragingen om het netwerk te managen is dat de manager wordt ondersteund door de eigen 
interne organisatie en dat er sprake is van coöperatie door de eigen primaire organisatie. 
 
Bovaird en Löffler maken het onderscheid in direct management van de interacties binnen het 
netwerk. Dit noemen zij game-management. Dit komt overeen met het (de)activeren van actoren. 
Daarnaast gebruiken zij de term netwerkconstitutie, waarbij de nadruk ligt op beïnvloeding van de 
institutionele regelingen om zo de condities voor het samenwerken te verbeteren. Dit komt overeen 
met het framen van netwerken (Bovaird en Löffler, 2009, p. 224). 
Er zijn drie strategieën die kunnen worden gebruikt afhankelijk van de omgeving (McGuire, 2002, p. 
607):   
 Lineaire strategie (technische omgeving, duidelijke programmadoelen, op een project gebaseerd). 
De manager activeert het netwerk. Vervolgens realiseert hij commitment. Aansluitend creëert hij 
structuur en bepaalt hij de spelregels. Tot slot brengt hij het geheel tot een productief geheel. 
Activatie -> mobilisatie ->= framing -> synthesizing (met minimale reallocatie). 
 Recursieve strategie (gebrek aan steun) 
De manager moet zich focussen op het herhaaldelijk activeren en mobiliseren van actoren omdat 
er gebrek is aan steun. Er is minder noodzaak voor framing en synthesizing. 
Activatie -> Mobilisatie -> Activatie -> Mobilisatie -> Activatie (met minimale reallocatie). 
 Recursieve strategie (institutionele omgeving) 
Het onmiddellijk bereiken van de doelen is onmogelijk omdat er geen goal consensus is en 
wellicht ook onwenselijk omdat er eerst langetermijnrelaties moeten worden opgebouwd. De 
nadruk ligt op framing en reframing. 
Activatie -> framing -> motivering -> framing -> synthesizing -> framing (met nadruk op het 
identificeren van gedeelde waarden en normen van het netwerk). 
 
Het aantal managementstrategieën of de social embeddedness zijn niet de enige factoren die het 
effect van netwerkmanagement verklaren. Ook het type strategie heeft zijn invloed. Klijn, Steijn en 
Edelenbos (2010, pp. 1076-1077) onderscheiden vier strategieën: 
 Connecting: om het proces te starten, (de)activatie van actoren, hulpbronnen mobiliseren, initiëren 
nieuwe interacties, bouwen van coalities, mediation, aanwijzen procesmanagers, verwijderen 
obstakels voor de samenwerking en het creëren van initiatieven voor samenwerking. 
 Exploring content: als het proces is gestart: tot stand brengen van goal congruency, beïnvloeden 
percepties, vergaren en managen van informatie, creëren van variatie door creatieve competitie. 
 Arranging: creëren van nieuwe ad hoc organisatorische verbanden zoals projectorganisaties. 
 Process agreements: regels voor toelating of uittreding, regels hoe om te gaan met conflicten, 
regels ten behoeve van de belangen van actoren of het gebruik van veto’s, regels die actoren 
informeren wanneer de beslismomenten plaatsvinden. Netwerken hebben enkele zekere 
voorspellende waarden in die zin dat er regels zijn voor overleg en besluitvorming. 
 
Alle vier de strategieën zijn van belang, maar de belangrijkste is connecting, gevolgd door exploratie, 
process agreements en als laatste arranging (Klijn, Steijn en Edelenbos (2010, pp. 1076-1077).
 
 
Kortom, netwerkmanagers passen diverse rollen, gedragingen en strategieën toe en kunnen diverse 
netwerkactiviteiten ontplooien. Vanwege de kenmerken van netwerken kunnen deze activiteiten 
minder sturend en dwingend zijn dan te doen gebruikelijk in hiërarchische organisaties. De nadruk ligt 
erg sterk op activiteiten die gericht zijn op het identificeren en activeren van actoren en soms ook op 
de beïnvloeding van institutionele regelingen en regels. Arranging en proces agreements, die meer 
gefocust zijn op de structuur van de samenwerking, zijn minder van belang. Net als er een verschil is 
tussen ‘normale’ managers en netwerkmanagers, zijn er verschillen te verwachten tussen typen van 
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netwerkmanagers en tussen netwerkactiviteiten in diverse contexten, zoals de grootte, de doelen en 
structuur van een netwerk. 
2.8 De onderlinge verbanden 
Netwerken variëren in grootte, complexiteit, structuur en samenstelling (Meier, 2003, p. 690). Dit is 
onder meer afhankelijk van welke doelen het netwerk heeft. De verschillen tussen de netwerken 
kunnen subtiel zijn en de vormen kunnen in elkaar overgaan door veranderende factoren zoals de 
mate van samenwerking. Netwerken hebben de natuurlijke neiging om zich snel aan te passen en 
doen dat ook (Agranoff, 2001). Tot netwerken kunnen publieke, semipublieke en private actoren 
behoren (De Bruijn, 1992, p. 3). Bovenstaande variabelen hebben invloed  op de wijze van aansturing 
en onderlinge beïnvloeding in netwerken en de (netwerk)activiteiten van netwerkmanagers. 
  
De Bruijn en Ten Heuvelhof (1992, p. 4) en Koppenjan (1993, p. 42) karakteriseren netwerken aan de 
hand van de kenmerken pluriformiteit, interdependentie en geslotenheid, die betrekking hebben op 
respectievelijk de aard van de actoren, de relaties tussen actoren en het netwerk als geheel. Een 
netwerk kan verticaal zijn met meer traditionele intergouvernementele verbanden of horizontaal en 
gebaseerd op collaboration. Daarnaast kan het een formeel of informeel karakter hebben (Agranoff, 
1999b, pp. 20 en 23). Dit hangt af van welke actoren er zijn en welke doelen bereikt moeten worden. 
Netwerken zijn vaak niet hiërarchisch en de deelname is zonder dwang (Isett, 2011, p. 161).  
 
Netwerkeffectiviteit is volgens onder andere Provan en Milward afhankelijk van de structuurkenmerken 
van het netwerk, zoals interconnectiviteit, centrale middelen ten behoeve van integratie zoals 
gemeenschappelijke informatie en communicatiemiddelen, externe fiscale en financiële controle, 
cohesie en steun van de gemeenschap, aansprakelijkheid en transparantie, langdurig werkzaam 
binnen het netwerk, lage competiviteit in het netwerk en een mate van centralisatie. Daarnaast is 
netwerkeffectiviteit afhankelijk van de netwerkstabiliteit. Deze hangt af van de beschikbaarheid van 
middelen en de mate van onzekerheid waarin het netwerk verkeert bij de uitvoering van zijn 
activiteiten. Hoe groter het aantal deelnemende actoren, hoe lager de effectiviteit (Turrini, 2010, p. 
524). 
 
Volgens de wetenschappelijke literatuur (Bryson, Agranoff, McGuire, Weiss, Korsten) hebben  
organisaties verschillende doelen en tevens verschillende redenen om samen te werken. Collectieve 
doelen kunnen niet meer alleen door publieke organisaties worden gerealiseerd. Daar is de hulp van 
andere spelers voor nodig. 
  
In relatie tot het bereiken van doelen is het concept effectiviteit vrij problematisch in die zin dat het 
steeds de vraag is waarover het gaat en om welk niveau het gaat. Doelstellingen zijn vaak vaag en 
nauwelijks geprioriteerd (Provan, 2001, pp. 425-426). Het meten van uitkomsten in governance-
netwerken is gecompliceerd en moeilijk omdat het vaak langdurige processen zijn en de doelen in die 
tijdspanne kunnen veranderen (goal displacement). Daarnaast kunnen de uitkomsten op verschillende 
wijzen worden geïnterpreteerd door de actoren (Klijn, Steijn en Edelenbos, 2010, p. 1065). 
Volgens Agranoff zijn er een aantal bekwaamheden nodig voor een effectief netwerkmanagement. 
Essentieel is het om de bekwaamheden, kennis en middelen van anderen te kunnen gebruiken en 
interactie tussen de verschillende partijen te bewerkstelligen. Ook vertrouwen is belangrijk (Agranoff, 
1999b, p. 29). Zonder vertrouwen is er weinig potentieel in de samenwerking (Bruijn, 2005, p.327). 
Bryson (2006, p. 47) sluit zich hierbij aan.
 
Netwerkeffectiviteit is volgens Turrini afhankelijk van de 
kenmerken van het netwerk en van de netwerkstabiliteit (Turrini, 2010, p. 530). 
In de literatuur wordt door Galesloot (1995, pp. 27-28) en Koppenjan (1993, p. 25) gewezen op de 
verschillende rollen van netwerkmanagers. Volgens Agranoff (2001, pp. 298-301) en McGuire (2001)
 
zijn er vier soorten gedragingen die een netwerkmanager kan gebruiken.  De eerste is activatie: een 
set van gedragingen die worden gebruikt om personen en hulpbronnen te identificeren en te 
integreren om zo de doelen te bereiken. Klijn, Steijn en Edelenbos (2010, p. 1069) hebben het over 
connecting. Activatie is zeer belangrijk voor netwerkeffectiviteit, maar ook de-activatie speelt een grote 
rol. Hoe groter het netwerk is, des te belangrijker wordt ook het (de)activeren van actoren om het 
geheel werkbaar te houden, in de visie van Turrini (2010, p. 542). Het deactiveren van actoren kan de 
complexiteit van het proces verkleinen. 
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De tweede is framing. In vergelijking met activatie is framing een meer subtiele taak, maar net zo 
noodzakelijk. Beide worden gebruikt bij het formeren van het netwerk en als een managementtool 
wanneer de effectiviteit van het netwerk vermindert of beter kan. Framing kan worden vergeleken met 
process agreements van Klijn, Steijn en Edelenbos (2010, p. 1069). Framing zijn gedragingen gericht 
op het organiseren en integreren van de netwerkstructuur door middel van het faciliteren van 
afspraken over de rol van de deelnemers, de regels en de netwerkwaarden. Bij een formeel netwerk is 
er meer sprake van framing. Naarmate het netwerk groter en complexer wordt, neemt de behoefte 
aan framing toe. 
De derde is mobilisatie. Mobilisatie zijn gedragingen die worden gebruikt om commitment en support 
voor de netwerkprocessen van netwerkparticipanten en externe stakeholders te genereren. Een 
netwerk met meer hiërarchische verticale verbanden zal dit makkelijker met machtsmiddelen kunnen 
bewerkstelligen. 
Als laatste is er synthesizing. Synthysizing zijn gedragingen om de omgeving en de condities voor een 
gunstige en productieve interactie tussen netwerkparticipanten te verbeteren. Dit komt overeen met de 
strategie van exploring content van Klijn, Steijn en Edelenbos (2010, p. 1069). De netwerkmanager 
moet relaties en interacties bouwen die resulteren in het bereiken van het doel van het netwerk. Dit is 
te koppelen aan de verwachte levensduur van het netwerk en of het kort termijn- of lange termijn 
doelen betreft. De behoefte aan synthysizing neemt ook toe naarmate het netwerk groter en 
complexer wordt. Daarnaast is synthysizing zeer geschikt om de effectiviteit te vergroten zodat de 
doelen beter kunnen worden gehaald. 
  
Kortom, netwerkmanagers passen diverse rollen, gedragingen en strategieën toe en kunnen diverse 
netwerkactiviteiten ontplooien. Vanwege de kenmerken van netwerken kunnen deze activiteiten 
minder sturend en dwingend zijn dan te doen gebruikelijk in hiërarchische organisaties. Net zoals er 
een verschil is tussen ‘normale’ managers en netwerkmanagers, zijn er verschillen te verwachten 
tussen typen van netwerkmanagers en tussen netwerkactiviteiten in diverse contexten, zoals de 
grootte, de doelen en structuur van een netwerk. 
  
Uit bovenstaande kan geconcludeerd worden dat de kenmerken van het netwerk, de doelen, de 
effectiviteit en de wijze van netwerkmanagement nauw met elkaar samenhangen en elkaar 
beïnvloeden. 
2.9 Conclusie 
We leven in een netwerksociety. De complexe vraagstukken van deze tijd vragen om netwerken. De 
overheersende visie is dat een netwerk leidt tot een effectiever geheel en daardoor tot positievere 
uitkomsten (Turrini, 2010, p. 528). Samenwerking wordt steeds belangrijker doordat de te behalen 
doelen steeds complexer worden en het aantal afhankelijkheden steeds groter wordt. Samenwerking 
is een synergetische kracht die zorg draagt voor effectiviteit (Schalk, 2010, p. 453). 
Samenwerkingsprocessen zijn er namelijk  om problemen op te lossen die niet kunnen worden 
opgelost, of niet eenvoudig op te lossen zijn, door individuele organisaties (Agranoff, 2006, p. 56). Er 
zijn verschillende soorten samenwerking. Een daarvan zijn netwerken. Netwerken zijn algemeen 
erkend door zowel wetenschappers als praktijkmensen als een belangrijke vorm van multi-
organisatorische governance. De overheersende visie is dat een netwerk leidt tot een effectiever 
geheel en daardoor tot positievere uitkomsten (Turrini, 2010, p. 528). Meier (2003, p. 690) 
beargumenteert dat netwerken sterk kunnen variëren in grootte, complexiteit, structuur en 
samenstelling. Ook de doelstellingen van netwerken kunnen variëren. Volgens de wetenschappelijke 
literatuur (Bryson, Agranoff, McGuire, Weiss, Korsten) hebben organisaties verschillende doelen en 
tevens verschillende redenen om samen te werken. In relatie tot het bereiken van doelen is het 
concept effectiviteit vrij problematisch in die zin dat het steeds de vraag is waarover het gaat en om 
welk niveau het gaat. Doelstellingen zijn vaak vaag en nauwelijks geprioriteerd (Provan, 2001, pp. 
425-426). De verschillen tussen de netwerken kunnen subtiel zijn en de vormen kunnen in elkaar 
overgaan door veranderende factoren, zoals de mate van samenwerking. Netwerken hebben de 
natuurlijke neiging om zich snel aan te passen en doen dat ook (Agranoff, 2001). Bovenstaande 
variabelen hebben invloed  op de aansturing en onderlinge beïnvloeding in netwerken en op de 
(netwerk)activiteiten van netwerkmanagers. De Bruijn en Ten Heuvelhof karakteriseren netwerken aan 
de hand van de kenmerken pluriformiteit, interdependentie en geslotenheid, die betrekking hebben op 
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respectievelijk de aard van de actoren, de relaties tussen actoren en het netwerk als geheel (De 
Bruijn, 1992, p. 4). Een netwerk kan verticaal zijn met meer traditionele intergouvernementele 
verbanden of horizontaal en gebaseerd op collaboration. Daarnaast kan het een formeel of informeel 
karakter hebben (Agranoff, 1999b, pp. 20 en 23). Dit hangt af van welke actoren er zijn en welke 
doelen bereikt moeten worden. Netwerkeffectiviteit is volgens Provan, Milward e.a. afhankelijk van de 
structuurkenmerken  van het netwerk. Verder is netwerkeffectiviteit afhankelijk van de 
netwerkstabiliteit. Hoe groter het aantal deelnemende actoren, des te lager de effectiviteit (Turrini, 
2010, p. 524). Volgens Agranoff zijn er een aantal bekwaamheden nodig voor een effectief 
netwerkmanagement. Ook vertrouwen is belangrijk (Agranoff, 1999b, p. 29). Zonder vertrouwen is er 
weinig potentieel in de samenwerking (Bruijn, 2005, p. 327). Bryson (2006, p. 47) sluit zich hier bij 
aan. Netwerkeffectiviteit is volgens Turrini afhankelijk van de kenmerken van het netwerk en van de 
netwerkstabiliteit (Turrini, 2010, p. 530). 
  
In de literatuur wordt door Galesloot (1995, pp. 27-28) en Koppenjan (1993, p. 25) gewezen op de 
verschillende rollen van netwerkmanagers. Iedere actor kan zich in principe de rol van 
netwerkmanager toe-eigenen (Koppenjan, 2003, p. 77). Volgens Agranoff (2001, pp. 298-301) en 
McGuire (2001) zijn er vier soorten gedragingen die een netwerkmanager kan gebruiken. De eerste is 
activatie/connecting. Hoe groter het netwerk is, des te belangrijker wordt ook het (de)activeren van 
actoren om het geheel werkbaar te houden, in de visie van Turrini (2010, p. 542). Het deactiveren van 
actoren kan de complexiteit van het proces verkleinen. Het tweede is framing/process agreements. Bij 
een formeel netwerk is er meer sprake van framing. Naarmate het netwerk groter en complexer wordt, 
neemt de behoefte aan framing toe. Nummer drie is mobilisatie. Een netwerk met meer hiërarchische 
verticale verbanden zal dit makkelijker met machtsmiddelen kunnen bewerkstelligen. Als laatste is er 
synthesizing/exploring content. De netwerkmanager moet relaties en interacties bouwen die resulteren 
in het bereiken van het doel van het netwerk. Dit is te koppelen aan de verwachte levensduur van het 
netwerk en of het korte termijn- of lange termijn doelen betreft. De behoefte aan synthysizing neemt 
ook toe naarmate het netwerk groter en complexer wordt. Daarnaast is synthysizing zeer geschikt om 
de effectiviteit te vergroten, zodat de doelen beter kunnen worden gehaald. Vanwege de kenmerken 
van netwerken kunnen deze activiteiten minder sturend en dwingend zijn dan te doen gebruikelijk in 
hiërarchische organisaties. De nadruk ligt erg sterk op activiteiten die gericht zijn op het identificeren 
en activeren van actoren en soms ook op de beïnvloeding van institutionele regelingen en regels. De 
mate van steun van de actoren is hierbij van grote invloed. Arranging en proces agreements, die meer 
gefocust zijn op de structuur van de samenwerking, zijn minder van belang. 
Kortom, netwerkmanagers passen diverse rollen, gedragingen en strategieën toe en kunnen diverse 
netwerkactiviteiten ontplooien. Het afwisselen van netwerkstrategieën en het gebruik van hiërarchie is 
raadzaam. De conclusie die hieruit getrokken kan worden, is dat een variatie aan sturing en 
beïnvloeding noodzakelijk is, waarbij de nadruk op beïnvloeding moet liggen om de effectiviteit te 
vergroten. 
  
Iacobucci stelt dat de succesfactoren van een netwerk de volgende zijn: de aard van de uitwisseling; 
ontwikkeling van vertrouwen en commitment en de informele processen. Het gaat niet om de 
structuur, juridische vorm et cetera, maar om het functioneren van de netwerkmanager(s) die het 
netwerk effectief maken (Iacobucci, 1996, p. 115). Schalk (2010, p. 453) sluit zich hierbij aan door te 
zeggen dat het onderscheid tussen succesvolle en minder succesvolle organisaties vaak aan de 
kwaliteit van samenwerking ligt. Uit bovenstaande kan geconcludeerd worden dat de kenmerken van 
het netwerk, de doelen, de effectiviteit en de wijze van netwerkmanagement nauw met elkaar 
samenhangen en elkaar beïnvloeden. De wijze van netwerkmanagement is essentieel voor het 
verklaren van de effectiviteit van een netwerk. Hoewel dit essentieel is, is er nog niet veel onderzoek 
naar gedaan. Klijn, Steijn en Edelenbos, maar recent ook Turrini, stellen dat er nauwelijks studies zijn 
verricht die erop zijn gericht om de relatie tussen managementactiviteiten en de uitkomsten en 
productiviteit van netwerken te verkennen. Het is daarom interessant om in dit onderzoek na te gaan 
welke netwerkactiviteiten precies en in welke mate nu bijdragen aan de effectiviteit van het netwerk. 
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Hoofdstuk 3 Onderzoeksopzet 
In hoofdstuk 2 is literatuuronderzoek gedaan om het theoretisch kader van het onderzoek te schetsen. 
Hoofdstuk 3 staat in het teken van bepalen van een onderzoeksontwerp en een beschrijving van de 
gebruikte onderzoeksmethode, zodat in hoofdstuk 4 het empirisch onderzoek kan worden uitgevoerd. 
Met behulp van de onderzoeksmethode wordt antwoord gegeven op de onderzoeksvragen uit 
hoofdstuk 1. In deze scriptie staat, zoals eerder vermeld in hoofdstuk 1, de veiligheidsregio als 
samenwerkingsverband centraal. Tussen de veiligheidsregio’s zitten veel verschillen, wat uiteindelijk 
ook weer invloed heeft op het effectief bereiken van doelen. Allereerst wordt in dit hoofdstuk het 
onderzoeksontwerp besproken en de keuze voor een casestudy. In de tweede paragraaf wordt de 
casestudy behandeld. Aansluitend wordt in de derde paragraaf de onderzoeksopzet beschreven. In de 
daaropvolgende paragraaf wordt de gebruikte wijze van dataverzameling behandeld en de selectie 
van respondenten. Tevens wordt duidelijk welke keuzes zijn gemaakt ten aanzien van onder andere 
validiteit en betrouwbaarheid. Tot slot zal dit hoofdstuk een toelichting bevatten op de wijze waarop de 
verkregen antwoorden worden verwerkt. 
3.1 Ontwerp van het onderzoek 
Volgens Yin (2003) kan men op verschillende manieren wetenschappelijk onderzoek doen, namelijk 
door middel van experimenten, casestudies, survey ’s et cetera. Elke methode heeft zijn eigen voor– 
en nadelen.  Daarmee samenhangend kan er een keuze worden gemaakt voor een kwalitatief of een 
kwantitatief onderzoek. Een kwalitatief onderzoek kan worden onderverdeeld in een beschrijvend, 
explorerend en toetsend onderzoek (Baarda, 2005). 
 
Het gebruik van een casestudy is één manier om een onderzoek te doen. Er zijn vier soorten 
casestudies, te weten single holistic casestudy, single embedded casestudy, multiple holistic 
casestudy en multiple embedded casestudy (Yin, 2003). Er is sprake van een enkelvoudige casestudy 
als zich onder natuurlijke omstandigheden een unieke gebeurtenis voordoet. Een meervoudige 
casestudy wordt onder andere gedaan als de gekozen cases kunnen worden gezien als 
representanten van gelijksoortige cases. Bij meervoudige casestudies is het mogelijk de toetsing van 
theoretische noties verschillende keren te herhalen en de cases te vergelijken. Dit is een vorm van 
replicatieonderzoek. Een holistische benadering houdt in dat er één onderzoekseenheid wordt 
bekeken, terwijl bij een multiple casestudy er meerdere onderzoekseenheden worden bekeken binnen 
de casus (Baarda, 2005). 
 
Binnen een casestudy bestaat de mogelijkheid om gegevens op diverse wijzen te verzamelen met 
bijvoorbeeld literatuurstudie, enquêtes, interviews, et cetera (Swanborn, 1994). Er zijn verschillende 
soorten interviews zoals half- of gedeeltelijk gestructureerd interview; open interview; focusinterview; 
diepte-interview en een informeel gesprek. Deze interviews kunnen op individuele basis worden 
afgenomen, maar ook in groepsverband (Baarda, 2005). 
3.1.1 De keuze voor een casestudy 
In dit onderzoek is de centrale vraag beschrijvend. Daarom is gekozen voor een kwalitatief onderzoek 
waarbij een casestudy wordt gebruikt, omdat er gebruik wordt gemaakt van de “hoe”-vraag. Daarnaast 
is er weinig controle over de gebeurtenissen en wordt er gefocust op een tijdelijk fenomeen dat zich 
daadwerkelijk afspeelt.  
3.2 De casestudy en de casussen  
Er zijn vijfentwintig veiligheidsregio’s in Nederland. Defensie heeft deze onlangs verdeeld over de drie 
brigades. Voorheen waren de veiligheidsregio’s namelijk toebedeeld aan de RMC-en. De 43
ste
 
Gemechaniseerde Brigade in Havelte heeft de provincies Groningen, Friesland, Drenthe, Overijssel, 
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Gelderland en Flevoland als gezagsgebied. Daarbinnen bevinden zich de volgende veiligheidsregio’s:  
Groningen, Fryslân, Drenthe, IJsselland, Twente, Noord- en Oost-Gelderland, Gelderland Midden, 
Gelderland-Zuid en Flevoland. De 11
de
 Luchtmobiele Brigade in Schaarsbergen heeft de provincies 
Utrecht en Noord- en Zuid-Holland. Daarbinnen bevinden zich de volgende veiligheidsregio’s: Utrecht, 
Noord-Holland-Noord; Zaanstreek-Waterland; Kennemerland; Amsterdam-Amstelland; Gooi en 
Vechtstreek; Haaglanden; Hollands Midden; Rotterdam-Rijnmond en Zuid-Holland-Zuid. De 13
de
 
Gemechaniseerde Brigade in Oirschot heeft de provincies Zeeland, Noord-Brabant en Limburg.
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Daarbinnen bevinden zich de volgende veiligheidsregio’s: Zeeland, Midden- en West-Brabant, 
Brabant-Noord, Zuidoost Brabant, Limburg-Noord en Zuid-Limburg. Elke brigade heeft weer zijn eigen 
visie op de wijze van samenwerking met de veiligheidsregio’s. 
 
In 2002 is de Inspectie OOV begonnen met systematisch onderzoek naar de rampenbestrijding. In 
2008 heeft de (toenmalige) minister van BZK de Inspectie gevraagd te onderzoeken hoe de 25 regio’s 
er eind 2009 voorstaan op het punt van hun voorbereiding op rampen. De nieuwe Wet 
veiligheidsregio’s en het daarop gebaseerde Besluit veiligheidsregio’s dienden daarbij als kader. In 
verband daarmee heeft de Inspectie onderzocht in hoeverre de regio’s de afgelopen jaren die 
voorbereiding door middel van risicoprofielen, beleidsplannen en bovenregionale samenwerking 
hebben vormgegeven. Ook is zij nagegaan of de sleutelfunctionarissen van de hoofdstructuur van de 
rampenbestrijding qua (bij)scholing en oefening op hun taken zijn voorbereid. Door middel van 
praktijktoetsen heeft zij de operationele prestaties van de regio’s gemeten en via een monitoringtraject 
heeft zij bijgehouden of de regio’s aandachtspunten uit de praktijktoetsen hebben opgepakt. De 
Inspectie heeft haar onderzoek in februari 2010 afgesloten. Al met al heeft het onderzoek van de 
Inspectie het beeld opgeleverd dat een beperkt aantal regio’s hun zaken goeddeels op orde hebben. 
De veiligheidsregio Rotterdam-Rijnmond, die al jarenlang een voortrekkersrol vervult bij onder meer 
de ontwikkeling van kwaliteitsnormen, heeft over de volle breedte redelijk tot goed gepresteerd. 
Landelijk gezien staat deze regio er samen met Kennemerland het beste voor. De Inspectie heeft de 
prestaties van de regio’s weergegeven op de onderwerpen risicoprofiel, opleiden/oefenen, en wat 
betreft de operationele prestaties op de onderwerpen organisatie, alarmering, opschaling en 
informatiemanagement. De inspanningen en de tijd die nodig zijn om geheel aan de normen te 




Binnen de veiligheidsregio’s is er een verschil tussen de koude en de warme fase. De koude fase 
betreft het voorbereiden op de daadwerkelijke inzet, onder andere door het opleiden en oefenen. De 
warme fase betreft de daadwerkelijke inzet. Dit is te koppelen aan de operationele prestaties zoals 
organisatie/alarmering die de inspectie heeft onderzocht. Er is ook een verschil in organisatiestructuur 
tussen die fases. Bij de warme fases is de organisatiestructuur bij de veiligheidsregio´s nagenoeg 
identiek. In de koude fase verschillen echter de organisatiestructuren van de veiligheidsregio´s. Dit 
sluit aan bij de netwerkliteratuur. Operationele inzet, weliswaar in een netwerk, is toch een ander type 
managementvraagstuk. Een belangrijk gegeven is dat zonder een goede koude fase een goede 
uitvoering bij de warme fase ondenkbaar is. 
 
Er is besloten om niet de gehele populatie (vijfentwintig veiligheidsregio’s) te betrekken bij het 
onderzoek. Er kan een gerichte en een niet-gerichte selectie ofwel steekproef van 
onderzoekseenheden worden onderscheiden. Bij een gerichte of beredeneerde steekproef worden de 
onderzoekseenheden geselecteerd op grond van theoretische overwegingen. Wanneer dergelijke 
inhoudelijke en theoretische overwegingen ontbreken, kan er een selecte of een aselecte steekproef 
worden getrokken. Een selecte steekproef houdt in dat onderzoekseenheden een ongelijke kans 
hebben om in de steekproef te komen (Baarda, 2005). Door middel van een selecte steekproef zijn 
vier veiligheidsregio’s geselecteerd. De keuze voor een selecte steekproef is het resultaat van een 
bewuste afweging. De populatie is met ‘slechts’ vijfentwintig veiligheidsregio’s beperkt te noemen. Een 
aselecte steekproef heeft ‘slechts’ een groter voordeel naar mate de steekproef minimaal vijfentwintig 
onderzoekseenheden omvat. Een aselecte steekproef kan ertoe leiden dat er alleen regio’s worden 
onderzocht waar de samenwerking uitstekend verloopt. Dat zou dus geleid hebben tot een vertekende 
weergave van de werkelijkheid. De selecte steekproef is uitgevoerd op basis van de uitkomsten van 
                                                          
12 http://www.rijksoverheid.nl/nieuws/2011/07/01/brigades-krijgen-spilfunctie-in-regio.html 
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de eindrapportage rampenbestrijding. Concreet worden de volgende veiligheidsregio’s onderzocht op 
basis van de eindrapportage ‘Rampenbestrijding op orde’ van maart 2010 behorende bij de 11
de
 
Luchtmobiele Brigade (LMB), aangezien in die brigade de grootste verschillen zijn tussen de 
veiligheidsregio’s. Daarnaast is er onderzoek gedaan bij veiligheidsregio’s van één brigade om te 
voorkomen dat de resultaten worden beïnvloed door de verschillende wijzen van aansturing door de 
brigades. Op basis van het rapport IOOV is een keuze gemaakt ten aanzien van de te onderzoeken 
veiligheidsregio’s c.q. de casussen. Het rapport was gericht op het toetsen van beleidsplannen en op 
de regionale samenwerking, hetgeen sterk overeenkomt met een belangrijk criterium dat wordt 
vermeld in de literatuur, namelijk het criterium van integratie en coördinatie (Provan en Milward). Om 
een relatie te kunnen leggen tussen netwerkactiviteiten en de effectiviteit van een netwerk, in het 
bijzonder bij het voorbereiden en maken van beleidsplannen, is het van belang bij de keuze van de 
casussen om enerzijds regio’s te kiezen die minder effectief zijn en anderzijds regio’s te kiezen die 
een hoge mate van effectiviteit kennen. In dit onderzoek is er daarom voor gekozen om 4 casussen te 
nemen: 2 met een lage mate van effectiviteit en 2 met een gemiddelde tot hoge mate van effectiviteit 
als het gaat om opleiden en trainen en het risicoprofiel. Uiteindelijk bleek dat er binnen 1 casus ook 
nog een duidelijk verschil zat tussen twee periodes. 
 
De mate van inbedding wordt bepaald aan de hand van de volgende criteria: 
 De plek binnen de veiligheidsregio. 
 Het hebben van een primaire contactpersoon binnen de veiligheidsregio. 
 
De mate van de effectiviteit van het netwerk kan worden bepaald aan de hand van de 





Aan de hand van de eerder genoemde criteria is bepaald dat de onderstaande veiligheidsregio’s tot 
de te onderzoeken populatie behoren:  
 
Veiligheidsregio Mate van ingebed zijn in de organisatie Mate van effectiviteit van het netwerk 




X   X   
Zaanstreek 
waterland na 2010 
  X Nog niet bekend, verwachting is gemiddeld 
Amsterdam-
Amstelland 
 X   X  
Haaglanden 
 
X   X   
Rotterdam-
Rijnmond 
  X   X 
 
Van de gekozen veiligheidsregio’s zijn de volgende respondenten gekozen: 
 De officier veiligheidsregio aangezien hij het onderwerp is van de centrale vraag. 
 De primaire aanspreekpunt van de officier veiligheidsregio binnen het netwerk. 
 Hoofd bureau Nationale Operaties 11
de
  Luchtmobiele Brigade (de feitelijke manager van de 
officier veiligheidsregio). 
 
In totaal zijn er acht mensen geïnterviewd. Dat betrof de vier OVR-en van de veiligheidsregio’s en 1 
OVR reservist. Daarnaast zijn er interviews gehouden met twee primaire aanspreekpunten van een 
OVR en met de manager van de OVR-en. 
                                                          





Er is gebruikgemaakt van een kwalitatieve onderzoeksmethode met een multiple holistic casestudy 
waarbij er meerdere officieren veiligheidsregio’s worden bekeken en geanalyseerd vanuit één 
perspectief. 
3.4 Methode van dataverzameling 
In een kwalitatief onderzoek zijn diverse methoden van dataverzameling mogelijk. Er kan 
gebruikgemaakt worden van documenten, archieven, interviews, observatie door te kijken en/of 
daadwerkelijk deel te nemen en fysieke artefacten (Yin, 2003). In dit onderzoek wordt gebruikgemaakt 
van interviews en documentenanalyse. Het gebruik van verschillende instrumenten om hetzelfde 
verschijnsel te onderzoeken (instrumenttriangulatie) vergroot de betrouwbaarheid en is zeker 
wenselijk bij kwalitatief onderzoek (van Zanten, 2006). Om het onderzoek te kunnen herhalen 
(betrouwbaarheid) zijn in de bijlage de opzet van het interview en een lijst van geraadpleegde 
documenten opgenomen. De bruikbaarheid van de scriptie wordt gewaarborgd door enerzijds het 




Vanaf het begin van de onderzoeksperiode is er een documentenstudie gedaan om inzicht te krijgen 
in de problematiek. Er zijn verschillende beleidsdocumenten doorgenomen die betrekking hebben op 
de veiligheidsregio’s en de rol van de officier veiligheidsregio.  
Interviews 
Het gebruik van een interview verhoogt de betrouwbaarheid in vergelijking met bijvoorbeeld internet-
enquêtes. Het doel van een interview is het verzamelen van informatie uit mededelingen van 
ondervraagde personen, om zo een vooraf geformuleerde vraagstelling te beantwoorden. Bij 
kwalitatief onderzoek kan de formulering van de vragen vastliggen, maar de antwoordmogelijkheden 
zijn altijd open. Om verder inzicht te krijgen in de veiligheidsregio’s zijn eerst drie open interviews 
gehouden met ervaringsdeskundigen op het gebied van veiligheidsregio’s te weten: 
 Luitenant-kolonel Wiersma, hoofd bureau Nationale operaties 43 Gemechaniseerde Brigade.
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 Luitenant-kolonel Backus, hoofd bureau Nationale operaties 13 Gemechaniseerde Brigade.
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 Majoor van Welij, OVR veiligheidsregio Noord-Holland-Noord. 
 
Gezien de onderzoeksvraag, ten aanzien van de casussen is gekozen voor het half gestructureerde 
individuele interview. Bij een half gestructureerd interview wordt de respondent naar een tijdlijn en 
onderwerpen gevraagd. Voor de onderwerpen wordt gebruikgemaakt van een topiclijst. Hiermee wordt 
ervoor gezorgd dat de interviews een open karakter kunnen houden voor wat betreft de 
beantwoording door de respondenten (reactie en invulling) en wordt gewaarborgd dat in alle 
interviews dezelfde onderwerpen aan bod komen. In totaal is er met acht respondenten gesproken. Er 
is echter ook sprake geweest van non-response. Bij de veiligheidsregio Zaanstreek-Waterland heeft  de 
aangeschreven civiele contactpersoon zijn medewerking niet verleend. Dit is gedeeltelijk opgevangen 
door de OVR reservist te interviewen. Bij de veiligheidsregio Haaglanden is er, ondanks herhaaldelijke 
verzoeken, geen civiele contactpersoon doorgegeven door de OVR. Desalniettemin is er voldoende 





                                                          
15
 De feitelijke manager van alle OVR-en van Groningen, Fryslân, Drenthe, IJsselland, Twente, Noord- en Oost-Gelderland, 
Gelderland Midden, Gelderland-Zuid en Flevoland. 
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Zowel bij kwalitatief als kwantitatief onderzoek moet het onderzoeksontwerp voldoen aan 
kwaliteitscriteria (Braster, 2000, p. 61):  
 Validiteit. Om de validiteit te vergroten is er gebruik gemaakt van de volgende zaken: 
o Het maken van notities en tussentijdse verslagen ter voorkoming van vertekening door 
een selectief geheugen. 
o Het door de betrokkenen laten nagaan of de verzamelde gegevens in hun ogen juist en/of 
herkenbaar zijn (‘respondentvalidatie’). 
o Het mechaniseren van het verzamelen van gegevens door audio-opnamen te gebruiken. 
o Constructvaliditeit. De theoretische begrippen worden adequaat vertaald naar empirische 
variabelen. 
o Interne validiteit. Interne validiteit verwijst naar de mate waarin de resultaten van een 
empirisch onderzoek adequaat kunnen worden geïnterpreteerd en de mate waarin we in 
die interpretaties vertrouwen kunnen hebben. Interne validiteit betreft de vraag of de 
uitkomsten van het onderzoek echt gesteund worden door de feiten. Is het waar, wat de 
onderzoeker schrijft?  
o Externe validiteit (generaliseerbaarheid). Externe validiteit verwijst naar de mate waarin 
de resultaten van een empirisch onderzoek veralgemeenbaar zijn naar een bredere 
populatie en/of andere omstandigheden.  
 
 Betrouwbaarheid. Betrouwbaarheid verwijst naar de mate waarin het onderzoek nog een keer kan 
worden uitgevoerd waarbij dezelfde eindresultaten worden behaald. Om de betrouwbaarheid te 
verhogen wordt het volgende gedaan: 
o De persoonsgegevens worden verwerkt bij het onderzoek. 
o De vragenlijsten worden toegevoegd als bijlage, die gebruikt zijn voor de half 
gestructureerde interviews. Op die manier omschrijven ze de onderzoeksmethode 
gedetailleerder voor onderzoekers die precies hetzelfde onderzoek opnieuw zouden willen 
doen en vergroten ze de kans dat die tweede groep onderzoekers dezelfde resultaten 
krijgt. De mate van repliceerbaarheid wordt verhoogd.
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o Het vergroten van de externe validiteit wordt gerealiseerd door een afgewogen keuze te 
maken welke officieren veiligheidsregio’s worden onderzocht zodat de uiteindelijke 
resultaten ook van toepassing zijn op de overige officieren veiligheidsregio’s. Replicatie is 
een andere mogelijkheid om de externe validiteit te vergroten. Dit is echter nog niet 
gepland. 
 
Rol van de onderzoeker 
Bij het afnemen van interviews speelt de onderzoeker een centrale rol. De onderzoeker moet goede 
vragen stellen, goed kunnen luisteren, flexibel zijn en boven de stof staan. Daarnaast dient de 
onderzoeker ervoor te waken dat eigen vooroordelen of kennis de onderzoeksresultaten niet 
beïnvloeden. De respondenten is aangeboden de resultaten van het onderzoek te ontvangen in de 
vorm van de samenvatting of het volledige eindrapport. 
3.5 Verwerking onderzoeksresultaten 
De antwoorden die op de open vragen zijn gegeven zijn verwerkt in de vorm van een 
gespreksverslag. In hoofdstuk 4 worden de verzamelde gegevens verwerkt en geanalyseerd. In de 
bijlagen van deze scriptie zijn alle onderzoeksresultaten opgenomen. De resultaten van de interviews 
bij de veiligheidsregio zijn op datum gerangschikt.  





In deze scriptie staat de veiligheidsregio als samenwerkingsverband centraal. Tussen de 
veiligheidsregio’s zitten veel verschillen, wat uiteindelijk ook weer invloed heeft op het effectief 
bereiken van doelen. Om dit wetenschappelijk te onderzoeken wordt gebruikgemaakt van een 
kwalitatief beschrijvend onderzoek met het gebruik van multiple holistic casestudies, waarbij er vier 
veiligheidsregio’s inclusief OVR-en worden bekeken en geanalyseerd vanuit één perspectief. Er is 
besloten om niet de gehele populatie (vijfentwintig veiligheidsregio’s) te betrekken bij het onderzoek. 
Er is een gerichte selectie gemaakt van de te onderzoeken eenheden.
 
De gegevens worden 
verzameld met een literatuurstudie en interviews. Om de kwaliteit te waarborgen wordt er voldaan aan 
de kwaliteitscriteria van onder andere Yin (2003) en Braster (2000, pp. 61-79). Dit alles vormt de basis 




Hoofdstuk 4 Bevindingen onderzoek 
4.1  Inleiding 
In het vorige hoofdstuk stond de methodologie centraal. In dit hoofdstuk worden de bevindingen van 
het onderzoek weergegeven. In paragraaf 4.2 worden de casussen beschreven. Vervolgens wordt in 
paragraaf 4.3 behandeld welke samenwerkingsvormen er bestaan en hoe die vormen van 
samenwerking functioneren. In paragraaf 4.4 wordt gekeken welke doelen het netwerk heeft. 
Aansluitend staat in paragraaf 4.5 de vraag centraal in hoeverre het netwerk effectief is. In paragraaf 
4.6 wordt besproken welke verbanden er tussen de netwerkpartners in netwerken zijn en in de daarop 
volgende paragraaf wordt gekeken hoe de aansturing en de onderlinge beïnvloeding in de netwerken 
plaatsvinden. In paragraaf 4.8 staan de (netwerk)activiteiten van de OVR-en centraal. Aansluitend 
wordt in paragraaf 4.9 toegelicht wat de bijdrage van de OVR is aan de effectiviteit van het netwerk. 
Het hoofdstuk wordt afgesloten met een conclusie inzake de onderlinge verbanden. 
4.2 Casebeschrijvingen 
4.2.1 Veiligheidsregio Zaanstreek-Waterland 
Per 1 januari 2008 is de Veiligheidsregio Zaanstreek-Waterland (VrZW) tot stand gekomen. In de 
veiligheidsregio werken negen gemeenten (Beemster, Edam-Volendam, Landsmeer, Oostzaan, 
Purmerend, Waterland, Wormerland, Zaanstad en Zeevang), de regionale brandweer (RBZW), de 
geneeskundige hulpverlening bij ongevallen en rampen (GHOR) en de politie met elkaar samen ten 
behoeve van de multidisciplinaire voorbereiding op en de bestrijding van rampen en crises. Typerend 
voor de geografie van de regio is de aanwezigheid van veel water in het gebied. De regio heeft relatief 
weinig grote risicofactoren. Het samenwerkingsverband veiligheidsregio is gericht op de 
multidisciplinaire voorbereiding en bestrijding van rampen en crises. Bestuurlijk verantwoordelijk voor 
de multidisciplinaire taken zijn de negen burgemeesters van de gemeenten in Zaanstreek-Waterland; 
zij vormen zowel het veiligheidsbestuur (het dagelijks bestuur) en het algemeen bestuur van de 
veiligheidsregio als het regionale college van politie. Het RMT staat voor Regionaal 
Managementteam. Dit team is de directie van de veiligheidsregio. De voorzitter van het RMT is het 
aanspreekpunt voor het bestuur voor de multidisciplinaire samenwerking en de uitvoering van het 
daarop gerichte multidisciplinair werkprogramma. De uitvoering van dit werkprogramma ligt in handen 
van het veiligheidsbureau.
18
  Vanaf 1 januari 2008 is het veiligheidsbureau formeel werkzaam in de 
Veiligheidsregio Zaanstreek-Waterland. Binnen dit bureau vindt de multidisciplinaire beleidsmatige 
voorbereiding op rampen en crises plaats. Om tot meer en betere multidisciplinaire samenwerking te 
komen, fungeert het veiligheidsbureau als het ware als smeerolie tussen de vier betrokken disciplines 
(brandweer, politie, GHOR en gemeenten).
19
  
4.2.2 Veiligheidsregio Amsterdam-Amstelland 
De VRAA is in 2008 opgericht. De VRAA is een samenwerkingsverband van de gemeenten Aalsmeer, 
Amstelveen, Amsterdam, Diemen, Ouder-Amstel en Uithoorn. Kenmerkend aan de regio is de hoge 
bevolkingsdichtheid en het economische belang. De VRAA werkt samen met het Openbaar Ministerie, 
de brandweer, de GHOR en de politie, maar ook andere partners worden waar aan de orde 
betrokken. De veiligheidsregio ondersteunt de gemeentebesturen bij de uitvoering van hun 
verantwoordelijkheden op het gebied van crisisbeheersing. De veiligheidsregio coördineert, regisseert 
en jaagt de partners binnen de crisisbeheersing aan om de regio veiliger te maken. De 
veiligheidsregio is daartoe een netwerkorganisatie die maximaal aansluit bij de belangen en de kracht 
van de verschillende afzonderlijke partners. Het bestuur van de VRAA wordt gevormd door de 
                                                          
18 Beleidsplan veiligheidsregio Zaanstreek-Waterland 2009-2012. Nov 2008 
19 Eindrapport Haalbaarheidsstudie Schaalvergroting Veiligheidsregio's Zaanstreek-Waterland, Kennemerland en Amsterdam-
Amstelland. Pricewaterhousecoopers. Oktober 2010 
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burgemeesters van de gemeenten Aalsmeer, Amstelveen, Amsterdam, Diemen, Ouder-Amstel en 
Uithoorn. De bestuurlijke samenwerking wordt gefaciliteerd door het veiligheidsbureau. De 
samenwerking richt zich op de meer klassieke partners en zal zich ook steeds meer gaan richten op 
de vitale sectoren in de regio.
20
 Het veiligheidsbureau is verantwoordelijk voor het ondersteunen van 
de besluitvorming van het Veiligheidsbestuur. Daarnaast faciliteert en coördineert het 
veiligheidsbureau de regionale en multidisciplinaire samenwerking. 
4.2.3 Veiligheidsregio Haaglanden 
De Gemeenschappelijke regeling Veiligheidsregio Haaglanden is sinds 1 januari 2009 in werking. De 
deelnemende gemeenten die eraan deelnemen, zijn: Delft, Den Haag, Leidschendam-Voorburg, 
Midden-Delfland, Pijnacker-Nootdorp, Rijswijk, Wassenaar, Westland en Zoetermeer. De regio 
Haaglanden kan getypeerd worden als het bestuurlijke epicentrum van Nederland. Het is een 
dichtbevolkt gebied waar bijna één miljoen mensen woonachtig zijn.
21
 De Veiligheidsregio Haaglanden 
omvat brandweerzorg, geneeskundige hulpverlening en de gemeenschappelijke meldkamer. De 
Veiligheidsregio Haaglanden is hét orgaan voor fysieke veiligheid, rampenbestrijding en 
crisisbeheersing in de regio Haaglanden. Alle activiteiten richten zich op het vergroten van de 
veiligheid van de Haaglandse bevolking, bedrijven en instellingen en de bezoekers van de regio.
22
 
De VRH wordt bestuurlijk aangestuurd door het algemeen bestuur, dat wordt gevormd door de 
burgemeesters van de negen deelnemende regiogemeenten. De Veiligheidsregio Haaglanden heeft 
geen veiligheidsbureau. 
4.2.4 Veiligheidsregio Rotterdam-Rijnmond 
Op 27 maart 2006 is de Gemeenschappelijke Regeling van de Veiligheidsregio Rotterdam-Rijnmond 
vastgesteld. Twintig gemeenten werken nauw samen op het gebied van crisisbeheersing en 
hulpverlening. De regio Rotterdam-Rijnmond heeft een hoog risicoprofiel omdat het een belangrijk 
verkeersknooppunt is. De aanwezigheid van het maritiem-petrochemisch complex van het haven- en 
industriegebied is bepalend voor de risicokarakterisering van de veiligheidsregio. Van de Nederlandse 
bedrijven die vallen onder het regime van het Besluit risico’s zware ongevallen (Brzo), is zo’n 40% in 
dit gebied gevestigd. Bij de voorbereiding op risico- en crisisbeheersing zijn vanwege de complexiteit 
en multidisciplinaire aanpak vele diensten en partners betrokken, waaronder Defensie.
23
 De 
Veiligheidsregio Rotterdam-Rijnmond staat voor ‘samen sterk’ in risicobeheersing, incidentbestrijding 
en crisisbeheersing door een gezamenlijke inzet van diensten, organisaties, burgers en bedrijfsleven, 
waardoor schade en leed bij incidenten wordt voorkomen of beperkt.
24
 Aan het hoofd van de 
veiligheidsregio staat het Algemeen Bestuur, dat wordt gevormd door de twintig burgemeesters in de 
regio. De leden van het Algemeen Bestuur kiezen uit hun midden een Dagelijks Bestuur. De 
stafafdeling Risico- en crisisbeheersing kan worden gezien als het veiligheidsbureau. Het doel van de 
stafafdeling Risico- en crisisbeheersing is het in kaart brengen van zoveel mogelijk risico’s en daar 
plannen op schrijven, met als doel zo snel en adequaat mogelijk op te kunnen treden. 
4.3 Vormen van samenwerking en het functioneren van die vormen van samenwerking 
4.3.1 Het samenwerkingsverband van de OVR 
We leven in een netwerksociety. Overheden moeten vandaag de dag samenwerken met externe 
actoren, en netwerken (co)managen (Bovaird en Löffler, 2009, 225). Netwerken zijn algemeen erkend 
door zowel wetenschappers als praktijkmensen als een belangrijke vorm van multi-organisatorische 
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 Beleidsplan Crisisbeheersing 2010-2013. Veiligheidsregio Amsterdam-Amstelland. Februari 2010 
21 http://www.vrh.nl/ 
22 Jaarverslag Veiligheidsregio Haaglanden 2009 In volle vaart ... vooruit! 
23 Beleidsplan veiligheidsregio Rotterdam-Rijnmond 2008-2012. Nov 2008. 
24 http://www.veiligheidsregio-rr.nl/smartsite.dws?ch=new&id=9102  
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governance. Volgens Boonstra (2007, 24) worden netwerken gezien als een overkoepelende 
organisatievorm van autonome organisaties met wederzijdse belangen, die hun krachten willen 
bundelen om hun belangen te realiseren. Meier (2003, p. 690) beargumenteert dat netwerken sterk 
kunnen variëren in grootte, complexiteit, structuur en samenstelling. Netwerken kunnen uit publieke, 
profit- en non-profitorganisaties bestaan of delen daarvan.  
Volgens het hoofd bureau NatOps 11 LMB is elke veiligheidsregio in Nederland weer anders 
georganiseerd en heeft dus een andere netwerkstructuur en mate van uitwisseling. De OVR van 
Noord-Holland, het hoofd bureau NatOps 43 Mechbrig en het hoofd bureau NatOps 13 Mechbrig 
sluiten zich hier bij aan. Nog niet alle veiligheidsregio’s voldoen volledig aan de Wet op de 
Veiligheidsregio.  
 
In Amsterdam-Amstelland is de OVR niet ondergebracht in het veiligheidsbureau, maar in de zuil van 
de brandweer. Hij heeft daar ook een primaire contactpersoon. Het veiligheidsbureau is meer 
bestuurlijk bezig, terwijl de kolommen met de praktische zaken bezig zijn. 
In Zaanstreek-Waterland is de OVR pas sinds januari 2011 ondergebracht in het veiligheidsbureau. 
Hij heeft een primaire contactpersoon onder wie hij valt. Voor 2011 was er geen OVR actief. Een 
reservist nam deze taak waar. Die had geen primaire contactpersoon waar hij onder viel en ook geen 
(flex)werkplek. Het veiligheidsbureau van Zaanstreek-Waterland heeft een hoofd veiligheidsbureau. Er 
zitten een aantal medewerkers in van de verschillende kolommen (politie, brandweer, GHOR en 
gemeenten) die daar op deeltijdbasis in zitten. De organisatie is nog niet zo ver qua ontwikkeling. De 
kolommen moeten nog steeds aan elkaar wennen. Het was nog niet vanzelfsprekend dat men 
multidisciplinair optreedt. Er is nog een stammenstrijd gaande. 
In Rotterdam-Rijnmond zit de OVR als volwaardig teamlid in de multidisciplinaire afdeling Risico- en 
Crisisbeheersing (R&C). De afdeling R&C valt onder de veiligheidsdirectie. Het R&C is te vergelijken 
met een veiligheidsbureau met daarin wel vaste medewerkers. De OVR is daar 1 à 2 dagen in de 
week. Dat is voldoende gezien de hoeveelheid werkzaamheden. Daarnaast is hij vast lid in het team 
OTO (opleiden, trainen en oefenen) dat 1 dag in de week samenkomt. Hij heeft een vaste primaire 
contactpersoon bij het R&C. In Haaglanden heeft de OVR geen specifieke plek. De veiligheidsregio 
Haaglanden heeft een veiligheidsdirectie. Daaronder staan de kolommen die monodisciplinair zijn. 
Eind volgend jaar wil men een veiligheidsbureau creëren dat de vier kolommen samenbrengt. De 
brandweer heeft de GHOR binnen getrokken. De OVR heeft geen primaire contactpersoon in de 
veiligheidsregio op wie hij terug kan vallen.  
4.3.2 De actoren in het samenwerkingsverband van de officier veiligheidsregio 
Volgens De Bruijn kenmerken netwerken zich doordat zij bestaan uit verschillende actoren met eigen 
belangen, doelen en percepties (autonomie), die voor de realisatie van doelen evenwel afhankelijk zijn 
van anderen. Tot deze netwerken kunnen publieke, semipublieke en private actoren behoren (De 
Bruijn, 1992, pp. 3-4). Een actor is een handelingseenheid die het beleidsproces probeert te 
beïnvloeden ten gunste van eigen scoringsmogelijkheden. (Klijn en Teisman, 1992, p.8). Iedere actor 
kan zich in principe de rol van netwerkmanager toe-eigenen (Koppenjan, 2003, p. 77). 
De actoren in de samenwerkingsverbanden waar de OVR zaken mee doet, zijn weergegeven in de 
tabel in bijlage 7. Die tabel is onderverdeeld in de vier veiligheidsregio´s, waarbij de veiligheidsregio 
Zaanstreek-Waterland weer onderverdeeld is in twee tijdperiodes. 
4.3.3 Netwerkstructuur van het samenwerkingsverband en het soort netwerk 
Korsten (2004) maakt in de netwerkstructuur onderscheid tussen het netwerkmodel, centrummodel,  
matrixmodel en het shared service center. De verschillen tussen bovenstaande vormen kunnen subtiel  
zijn. De vormen kunnen in elkaar overgaan door veranderende factoren zoals de mate van  
samenwerking. Agranoff (2006, p. 59) maakt op zijn beurt onderscheid tussen informatieve netwerken,  
ontwikkelende netwerken, outreach netwerken en actienetwerken.  
In Amsterdam-Amstelland was er tot 3 november 2011 sprake van een netwerkmodel. Nu vindt er een 
verschuiving plaats naar het shared service center model met bijvoorbeeld het RTMOTO (regionaal 
team multidisciplinair trainen en oefenen) die 1 dag in de week bij elkaar komen. Daarnaast was in 
2009 het informatieve netwerk van toepassing. Nu zie je een voorzichtige verschuiving naar een 
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ontwikkelend netwerk om te kijken of er meer samenwerkingsverbanden mogelijk zijn. Maar het 
proces gaat moeizaam. 
In Zaanstreek-Waterland is er sprake van het shared service center, want er worden diensten en 
ambtenaren samengevoegd in één organisatie conform de Wet veiligheidsregio’s. Dat gebeurde 
echter meer omdat het moest in 2009, dan omdat er echt zwaar op werd ingezet. Er was in 2009 
sprake van een ontwikkelend netwerk dat overging naar een outreach netwerk. Nu is er sprake van 
een outreach netwerk waarbij men de ambitie heeft om naar een actienetwerk te gaan. 
In Rotterdam-Rijnmond is het netwerk sinds jaren een shared service center. Iedereen is in dienst van 
de veiligheidsregio. Het OTO is echter een netwerkmodel. In Rotterdam-Rijnmond is het netwerk sinds 
een aantal jaren een actienetwerk. Het netwerk is multidisciplinair en iedereen wordt vanaf het begin 
bij elkaar getrokken vanuit de kolommen om een gezamenlijk plan te maken. Het OTO is daarentegen 
een ontwikkelend netwerk.  
In Haaglanden zijn het individuele organisaties die met monodisciplinaire zaken bezig zijn. Ze werken 
alleen samen als ze opdracht daartoe krijgen of als ze zelf de voordelen ervan zien. Kortom, er is daar 
sprake van een beginnend netwerkmodel. Daarnaast is het een informatief netwerk dat richting 
ontwikkelend netwerk en outreach netwerk gaat. 
4.3.4 Conclusie  
Netwerken kunnen sterk variëren in grootte, complexiteit, structuur en samenstelling. Het is duidelijk 
dat dit ook het geval is bij de onderzochte veiligheidsregio’s, die elk weer anders zijn georganiseerd. 
Er is immers sprake van verschillende netwerkstructuren en verschillende maten van uitwisseling. 
Daar zit echter geen een-op-eenverband tussen. Naar mate de samenwerking in het netwerk 
toeneemt, verandert wel de netwerkstructuur en de plek van de OVR in het netwerk. Overigens neemt 
de kans dan ook toe dat er sprake is van een primaire contactpersoon voor de OVR. Er kan in dit 
onderzoek ook geconcludeerd worden dat bovenstaande variabelen geen invloed hebben op het 
aantal actoren binnen het netwerk. 
4.4 Doelen van het netwerk  
Organisaties hebben verschillende doelen en tevens verschillende redenen om samen te werken. 
Management in een netwerk is niet gericht op één enkel organisatiedoel, zoals dat het geval is in de 
klassieke managementbenadering. Het houdt in dat je flexibele structuren moet managen gericht op 
collectieve efficiëntie (Agranoff, 1999b, p. 21). Bij netwerken is het mogelijk dat de netwerkspelers hun 
eigenbelang nastreven zonder dat er sprake is van een gezamenlijke doelstelling en besluitvorming 
(Boonstra, 2007, p. 24). Dit verschilt met de zienswijze van Korsten. Korsten schrijft dat een netwerk 
een groep van drie of meer wettelijk autonome organisaties is die samenwerken om niet alleen hun 
eigen doelen, maar ook de collectieve doelen te halen (Provan, 2007, p. 3). 
 
Het doel van het samenwerkingsverband in Amsterdam-Amstelland is om de samenwerking vloeiend 
te laten verlopen als er problemen zijn. Er worden van tevoren afspraken gemaakt en men leert 
elkaars middelen kennen. Eventuele gevoeligheden worden onderkend en mogelijkheden worden 
besproken. In Zaanstreek-Waterland had het samenwerkingsverband in 2009 niet echt doelen. Zij 
waren meer bezig met hun bestaansrecht. Ze waren bezig met het ontwikkelen van een visie. Nu is 
het streven om zoveel mogelijk multidisciplinair te blijven en facilitair te zijn. Zij dragen bij aan het 
beleid, opleiden en trainen en gemeenschappelijke faciliteiten. In Rotterdam-Rijnmond wil men zoveel 
mogelijk risico’s in kaart brengen en daar plannen op schrijven met als doel zo snel en adequaat 
mogelijk op te treden. Dit alles met als doel de capaciteit zo efficiënt en zo effectief mogelijk te 
benutten, want de wet schrijft dat voor. Voor Haaglanden is Rotterdam-Rijnmond het voorbeeld. Maar 
men verwacht dat er meer zal worden samengewerkt met andere veiligheidsregio’s. Misschien is er 
zelfs sprake van samenvoeging. Dat zorgt ervoor dat Haaglanden een afwachtende houding heeft. 
 
Conclusie: De verschillende netwerken hebben allemaal als doel om de samenwerking vloeiend te 
laten verlopen. De legitimiteit van het netwerk staat voorop. Rotterdam-Rijnmond vult dit aan met het 
doel de capaciteit zo efficiënt en effectief mogelijk te benutten. De wet schrijft dit immers ook voor. 
37 
 
Gezien het feit dat elke kolom zijn eigen specialisme heeft, is het vanzelfsprekend dat zij niet zonder 
elkaar kunnen bij crisissen.  
4.5 Effectiviteit van een netwerk  
Het bepalen van de effectiviteit van het netwerk is niet eenvoudig, gezien de verschillende niveaus en 
de daaraan gelinkte indicatoren van het model van Provan. Aangezien de effectiviteitscriteria op 
organisatie- en netwerkniveau kunnen worden voldaan door te focussen op het gemeenschapsniveau, 
wordt in dit onderzoek hierop de nadruk gelegd. Uiteindelijk bepalen immers de stakeholders van het 
gemeenschapsniveau de totale effectiviteit (Provan, 2001, p. 423). De indicatoren die meetbaar zijn 
gemaakt door de onderzochte rapporten zijn: 
 Kosten per inwoner van de veiligheidsregio. 
 De publieke perceptie dat de problemen worden opgelost en de geaggregeerde indicatoren van 
het welzijn van de cliënt. 
 
De kosten per inwoner van de veiligheidsregio in 2010 worden weergegeven in onderstaande tabel: 
 









 77005000 133241000 
Aantal inwoners 320.058
29
 943.565 1008425 1.248.810 
Kosten per inwoner 41,55 102,27 76,36 106,69 
 
Uit bovenstaande tabel blijkt dat de kosten per inwoner in Rotterdam-Rijnmond in 2010 het grootst 
zijn, gevolgd door Amsterdam-Amstelland, Haaglanden en als laatste Zaanstreek-Waterland. 
 
De publieke perceptie dat de problemen worden opgelost en de geaggregeerde indicatoren van het 
welzijn van de cliënt kunnen worden gekoppeld aan de diagrammen van IOOV. In die diagrammen 
heeft de Inspectie de prestaties van de regio’s weergegeven op de onderwerpen risicoprofiel, 
opleiden/oefenen, en wat betreft de operationele prestaties op de onderwerpen organisatie, 
alarmering, opschaling en informatiemanagement. Aangezien in het onderzoek de koude fase centraal 
staat, wordt gekeken naar het risicoprofiel en het opleiden/oefenen.
30
 In Zaanstreek-Waterland was 
volgens de OVR-reservist de effectiviteit van het veiligheidsbureau niet hoog vanwege de mindere 
draagkracht van de actoren in hun eigen kolom. De mensen waren wel deskundig en capabel. Maar 
het was opgezet als een moetje. Daarom heeft het veiligheidsbureau zo lang nodig gehad om op te 
starten. In Rotterdam-Rijnmond is de effectiviteit hoog door noodzaak, namelijk het specifieke 
risicoprofiel van de veiligheidsregio. Ze zijn al in 1995 begonnen met samenwerken. Bovendien staat 
men open voor elkaar, en heeft men het devies: geen woorden maar daden! In Haaglanden is de 
effectiviteit van het netwerk laag. Er wordt weinig van bovenaf gestimuleerd. Het enthousiasme van 
het openbaar bestuur is niet groot. De monodisciplinaire organisaties hebben elkaar nog niet zo 
gevonden en er is sprake van een afwachtende houding.  
 
Conclusie: Uit de diagrammen (zie bijlage 4) blijkt dat Zaanstreek-Waterland en Haaglanden laag 
scoren. Amsterdam-Amstelland scoort gemiddeld, terwijl Rotterdam-Rijnmond hoog scoort. Weliswaar 
betreft het hier de effectiviteit van de gehele veiligheidsregio, maar de betreffende punten zijn wel 
producten van het veiligheidsbureau. Als de gegevens worden vergeleken met de kosten per inwoner, 
                                                          















blijkt daar wel een verband tussen. Als je effectief wilt zijn, moet je meer investeren en dan zijn de 
kosten dus hoger. 
4.6 Onderlinge verbanden tussen netwerkpartners in netwerken 
4.6.1 Drie soorten organisaties en vier verschillende groepen actoren 
Provan en Milward stellen dat er drie soorten organisaties zijn, te weten een lead organization, een 
shared governance en een NAO (network administrative organization). Volgens Provan zijn er vier 
groepen in netwerken, te weten opdrachtgevers en agents; primaire financiers en toezichthouders; 
NAO en lidorganisaties. De primaire financiers binnen de veiligheidsregio’s zijn identiek. Het grootste 
gedeelte komt van de rijksoverheid en een gedeelte van de gemeentes. In Amsterdam-Amstelland zijn 
de meeste actoren lidorganisaties. Wel is er een opdrachtgever, te weten het veiligheidsbureau, maar 
er is geen NAO. Er is wel sprake van een lead organization en dat is de brandweer. In Zaanstreek-
Waterland en Rotterdam-Rijnmond is er sprake van een NAO. De overige actoren zijn lidorganisaties. 
De opdrachtgever is de algemeen directeur van de veiligheidsregio. In Haaglanden zijn het allemaal 
lidorganisaties. Er is geen NAO of een leading organisation, dus is er sprake van een shared 
governance. 
4.6.2 De vier stadia in relaties tussen partijen 
Volgens Imperial bestaan netwerken uit formele en informele relaties. Relaties kunnen bestaan uit 
communicatie en het delen van informatie of het uitwisselen van goederen of diensten. Relaties 
kunnen ook bestaan uit het ontwikkelen van gedeelde normen en verwachtingen (Imperial, 2005, p. 
287). Er zijn vier stadia in relaties tussen partijen volgens Leek (2011, p. 60): 
 Partijen zijn onbekend voor elkaar. 
 Partijen weten van elkaars bestaan en kennen de zakelijke mogelijkheden. 
 Partijen zijn in gesprek met elkaar om te kijken in welke mate ze zaken kunnen uitwisselen. 
 Er is een zakelijke overeenkomst. 
In Amsterdam-Amstelland weten de partijen van elkaars bestaan en kennen ze de zakelijke 
mogelijkheden. Langzamerhand komen gesprekken op gang om te kijken in welke mate ze zaken 
kunnen uitwisselen. Maar het blijft een moeilijk proces. In Zaanstreek-Waterland waren in 2009 de 
partijen in gesprek met elkaar om te kijken in welke mate ze zaken konden uitwisselen. Er waren nog 
geen zakelijke overeenkomsten. Men wist dat men moest samenwerken, maar het ging gepaard met 
wisselend enthousiasme. Nu, in 2011, weten de key partners elkaar blindelings te vinden. De overige 
partners praten wel met elkaar, maar nog niet iedereen heeft zakelijke overeenkomsten. In Rotterdam-
Rijnmond kunnen de keypartners elkaar blindelings vinden door de langdurige samenwerking. In een 
aantal gevallen zijn er convenanten en contracten. De overige partijen zijn in gesprek met elkaar. In 
Haaglanden zijn de partijen met elkaar in gesprek. Maar ze zijn nog aan het aftasten. De mate van 
samenwerking kan echter veel groter zijn. 
4.6.3 Verwachtingen en vertrouwen tussen actoren 
Volgens Borgstein (1997, p. 38) kan er met een politieke netwerkanalyse een concreet plan worden 
opgesteld om een veranderingsproces in gang te zetten. Afhankelijk van de variabelen wederzijds 
vertrouwen en opstelling/visie/verwachtingen kun je actoren indelen in verschillende categorieën  
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In Amsterdam-Amstelland  is sprake van wederzijds vertrouwen. De verwachtingen zijn echter niet 
altijd gelijk. De civiele partners willen structurele oplossingen, maar die mag Defensie niet bieden. De 
weerstand tegen Defensie ebt weg en de contacten worden beter. In Zaanstreek-Waterland was er in 
2009 al sprake van wederzijds vertrouwen binnen het veiligheidsbureau. Binnen het veiligheidsbureau 
waren er ook wel dezelfde opstellingen. Maar tussen de kolommen was dat anders. De brandweer 
vond dat zij leading waren. De politie dacht daar het zijne van. In 2011 is er sprake van wederzijds 
vertrouwen. Er wordt vriendschappelijk met elkaar omgegaan, maar er zijn best wel eens 
tegenovergestelde visies. Maar dat is ook binnen de enkele kolom. In Rotterdam-Rijnmond is sprake 
van wederzijds vertrouwen. Er zijn echter niet altijd dezelfde agenda’s of er zijn zelfs dubbele 
agenda’s. Er is dus sprake van ”vrienden” en ”tegenstanders“ zoals dat in bijna alle 
samenwerkingsverbanden het geval is. De basis is vertrouwen. In Haaglanden is er onderling 
vertrouwen. De politie en brandweer zitten meer op 1 lijn met de OVR. Zij zien Defensie als een 
welkome bijdrage. De GHOR heeft een tegenovergestelde opstelling. Een voorbeeld daarvan is de 
vliegtuigcrash van Turkish Airlines waarbij ze alles zelf willen doen vanwege het commerciële belang 
van de ziekenhuizen en het ziekenvervoer. 
4.6.4 Conclusie 
Er is weinig verschil tussen de veiligheidsregio’s op het vlak van lidorganisaties, financiers en 
toezichthouders. Er leek een link te zijn tussen het hebben van een NAO en het stadium tussen de 
partijen. Als er een NAO is, dan betekent dat echter niet dat een bepaald stadium in relaties is bereikt. 
Dat is te zien in Zaanstreek-Waterland. Er is een duidelijk verschil tussen de veiligheidsregio’s. In 
Haaglanden zit men nog in de beginfase. Amsterdam-Amstelland probeert daaruit te komen. In 
Zaanstreek-Waterland is men een heel eind op weg en in Rotterdam-Rijnmond is men het verst. Maar 
dat verschil betekent niet dat er geen andere opstellingen, visies of verwachtingen kunnen zijn tussen 
de actoren in de betreffende veiligheidsregio’s. In Haaglanden valt op dat er een specifieke actor 
wordt besproken die duidelijk een tegenovergestelde opstelling heeft. 
4.7 De aansturing en onderlinge beïnvloeding in netwerken  
4.7.1 Centrale autoriteit en wijze van organisatie 
Een netwerk kan verticaal zijn met meer traditionele intergouvernementele verbanden of horizontaal 
en gebaseerd op collaboration. Netwerken zijn vaak niet hiërarchisch en de deelname is zonder 
dwang (Isett, 2011, p. 161). Bovenstaande is te koppelen aan de perspectieven van Klijn en Teisman 
(1992, pp. 2-3). Volgens Klijn en Teisman houdt het rationele actormodel in dat het proces door één 
actor wordt gestuurd vanuit een centraal gekozen doel (of meerdere doelen). Daartegenover staat het 
speltheoretisch perspectief. In de speltheorie erkennen de actoren elkaar als strategen, als 
handelende actoren die niet gehoorzamen aan determinerende wetmatigheden. Agranoff is ook van 
mening dat het management in een netwerk niet is gebaseerd op een centrale autoriteit. Elke 
organisatie houdt namelijk zijn eigen autoriteit (Agranoff, 1999b, p. 21). Volgens McGuire zijn 
netwerken afhankelijk van verschillende leiders die op verschillende tijdstippen diverse rollen 
aannemen die allemaal noodzakelijk kunnen zijn voor de effectiviteit van een netwerk. In Amsterdam-
Amstelland is het netwerk meer horizontaal georganiseerd, net zoals in Haaglanden. Er is namelijk 
geen centrale autoriteit in het netwerk. In Zaanstreek-Waterland is het netwerk plat, met uitzondering 
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van het hoofd veiligheidsbureau die de medewerkers beoordeelt. In het MOTO-overleg is wel sprake 
van hiërarchie. 
In Rotterdam-Rijnmond is het netwerk heel horizontaal georganiseerd bij projecten. Men is elkaars 
gelijke. Maar er is wel sprake van hiërarchie binnen de gehele veiligheidsregio. Er is een hoofd van de 
afdeling Risico- en Crisisbeheersing. Boven het hoofd staat de algemeen directeur. Het Opleidings-en 
Trainingsoverleg heeft een  voorzitter. 
Al met al is er sprake van horizontale netwerken waarbij de hiërarchische sturing beperkt is tot het 
veiligheidsbureau en de wettelijke organisatie van de veiligheidsorganisatie.
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4.7.2 Machtsbronnen van een officier veiligheidsregio 
French & Raven (Borgsteijn, 1997, pp. 36-37) onderscheiden vijf verschillende machtsbronnen van 
waaruit een netwerkactor het gedrag van andere leden kan beïnvloeden: beloningsmacht, 
bestraffingsmacht, gelegitimeerde macht (contractmacht), deskundigheid-/informatiemacht en 
referentiemacht. De verschillende machtsbronnen zijn hier van elkaar losgekoppeld, maar het zal 
duidelijk zijn dat zij in de praktijk in combinatie met elkaar gebruikt kunnen worden. De eerste drie zijn 
dwingende machtsbronnen gericht op een direct extern resultaat. De laatste twee zijn niet dwingend 
en gericht op een langetermijnresultaat . 
De OVR van Amsterdam-Amstelland gebruikt deskundigheid en informatiemacht ook dankzij zijn 
werkverleden. Daarnaast heeft hij ook een zekere beslissingsmacht, aangezien hij het 
doorslaggevende advies geeft aan zijn hoger niveau als een aanvraag in het grensgebied zit van wel 
of niet kunnen. De OVR-reservist van Zaanstreek-Waterland gebruikte deskundigheidsmacht vooral 
gerelateerd aan kennis. De perceptie van de overige actoren was dat Defensie niks had toe te 
voegen. Dus het was een lastige situatie. De OVR van Zaanstreek-Waterland van nu gebruikt 
deskundigheid en informatiemacht ook dankzij zijn expertise. Expertise is één van de belangrijkste 
zaken volgens hem. In Rotterdam-Rijnmond vindt men dat de basis de catalogus civiel-militaire 
samenwerking is. De OVR heeft kennis en deskundigheidsmacht. Hoe meer hij dat heeft, des te meer 
voordeel dat kan brengen. Daarnaast is het erg belangrijk dat hij een netwerk binnen en buiten 
Defensie heeft en veel kennis heeft over de onderdelen van Defensie. Hij moet een mensenmens zijn. 
De OVR van Haaglanden maakt mensen bewust van de bijdrage die Defensie kan leveren. Daarvoor 
gebruikt hij zijn informatie en deskundigheidmacht. Een ander voorbeeld is dat hij vragen krijgt over 
het netcentrisch werken, aangezien Defensie daar ervaring mee heeft. Uit de functiebeschrijving blijkt 
dat de officier veiligheidsregio alleen gebruik kan maken van deskundigheid/informatiemacht. Bij zijn 
kennis en vaardigheden ligt ook de nadruk op deskundigheid. Daarmee kan hij percepties van andere 
actoren veranderen door middel van informatie-uitwisseling en het doen van aanbevelingen. Het hoofd 
bureau NatOps 11 LMB vult dit aan met zijn stelling dat de OVR erkend en gewaardeerd moet worden. 
De overige partijen moeten de OVR ontdekken voordat die macht kan hebben. Als je in de 
veiligheidsregio zit, heb je invloed/macht. Maar eigenlijk moet je niet denken in macht. Wel in kennis 
en kunde. 
4.7.3 Methoden/strategieën van de officier veiligheidsregio om een andere actor binnen een 
netwerk tot het gewenste gedrag over te halen  
Koppenjan (1993) geeft een heldere opsomming van methoden die een netwerkactor kan aanwenden 
om een andere actor binnen een netwerk tot het gewenste gedrag over te halen. Hij onderscheidt 
daarbij de volgende strategieën, waarbij sprake is van zowel beïnvloeding als sturing: 
 Strategieën gebaseerd op het veranderen van percepties door middel van: informatie-uitwisseling 
(deskundigheidsmacht) en het doen van aanbevelingen (deskundigheidsmacht). 
 Strategieën niet gebaseerd op het veranderen van percepties: beloftes (beloningsmacht), 
bedreigingen (bestraffingsmacht), juridische strategieën (gelegitimeerde macht) en het doen van 
verzoeken. 
De OVR van Amsterdam-Amstelland gebruikt strategieën gebaseerd op het veranderen van 
percepties door middel van: informatie-uitwisseling (deskundigheidsmacht) en het doen van 
aanbevelingen (deskundigheidsmacht). Door de jarenlange ervaring van de OVR bij Defensie weet hij 
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waar hij moet zijn voor zaken. De OVR-reservist van Zaanstreek-Waterland probeerde anderen hun 
fouten te laten inzien. Hij probeerde de percepties van anderen te veranderen met behulp van zijn 
deskundigheid. Daarmee probeerde hij een positie te verwerven. De OVR van Zaanstreek-Waterland 
maakt gebruik van voorbeeldgedrag en positieve manipulatie. De OVR van Rotterdam-Rijnmond 
gebruikt zijn intermenselijke relaties. Als hij niet verder komt, dan neemt hij contact op met zijn 
primaire contactpersoon en kijken zij samen verder. Door zijn expertise en kennis naar voren te 
brengen probeert hij anderen te overtuigen van de voordelen. Daarnaast gebruikt hij zijn 
intermenselijke vaardigheden om de meningen te beïnvloeden. De OVR van Haaglanden probeert de 
percepties te beïnvloeden. De RMC (Regionaal Militair Commandant) organiseert relatieconcerten en 
themadagen. Ook organiseert hij de bezoeken aan de open dagen van de Landmacht, Luchtmacht en 
Marine. Daar kan de OVR mensen uit de regio mee naartoe nemen. Zo probeert men toch relaties op 
te bouwen. Het hoofd bureau NatOps 11 Luchtmobiele Brigade vindt dat het de OVR zijn vak is om 
percepties te veranderen. Zij moeten goed kunnen praten en geen dingen beloven die ze niet waar 
kunnen maken. Zij moeten via verschillende manieren hun doelen kunnen bereiken en proactief 
kansen ontdekken en benutten.  
4.7.4 Conclusie  
Haaglanden en Amsterdam-Amstelland hebben geen hoofd/centrale autoriteit binnen hun netwerk en 
zijn daarom heel horizontaal georganiseerd en er is weinig aansturing. In Rotterdam-Rijnmond en 
Zaanstreek-Waterland is dat wel het geval en daarom zijn zij minder horizontaal georganiseerd. Al met 
al is er sprake van horizontale netwerken, waarbij de hiërarchische sturing beperkt is tot het 
veiligheidsbureau en de wettelijke organisatie van de veiligheidsorganisatie.
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Voor de OVR maakt dat geen verschil voor wat betreft zijn machtsbronnen en zijn 
methoden/strategieën om een andere actor binnen een netwerk tot het gewenste gedrag over te 
halen. De kern van de machtsbronnen van de OVR is deskundigheid en informatiemacht. De 
methode/strategie die de OVR gebruikt, is gebaseerd op het veranderen van percepties door middel 
van: informatie-uitwisseling (deskundigheidsmacht) en het doen van aanbevelingen 
(deskundigheidsmacht). Daarbij zijn zijn intermenselijke vaardigheden en proactiviteit zeer belangrijk. 
4.8 De (netwerk)activiteiten van de OVR 
Netwerkmanagers hebben andere capaciteiten nodig dan een manager die een enkele organisatie 
managet (Agranoff, 2001, p. 296). Managers moeten beschikken over de vaardigheden van 
onderhandelen, faciliteren, overtuigen en gezamenlijk probleemoplossend leren (O‘Leary, 2006, p. 8). 
Het gebruik van netwerkmanagement is volgens de analyse van Meier (2003) zeer belangrijk. Hoe 
meer er wordt genetwerkt in verschillende richtingen, des te stabieler blijft de performance. Tevens 
kan er effectiever gebruik worden gemaakt van de geselecteerde bronnen. (Meier, 2003, p. 698). 
Volgens Koppenjan (1993, p. 23) wordt onder netwerkmanagement verstaan: de wijzen waarop 
actoren de structuur, het functioneren en/of de beleidsuitkomsten van een beleidsnetwerk bewust 
trachten te beïnvloeden. Zonder over hiërarchische middelen te beschikken, kan de netwerkmanager 
bepaalde doelen en middelen samenbrengen, bemiddelen in conflicten tussen actoren, middelen 
beschikbaar stellen die samenwerking bevorderen of zelfs initiatieven nemen tot gezamenlijke actie. 
4.8.1 Het samenbrengen van bepaalde doelen en middelen door de OVR 
In Amsterdam-Amstelland zit er een stijgende lijn in het samenbrengen van bepaalde doelen en 
middelen. Er zijn meer activiteiten en de mogelijkheden van Defensie zijn bekender. Een paar jaar 
geleden werd Defensie alleen in geval van uiterste nood bij het proces betrokken. Maar nu gebeurt dat 
al in de voorbereidingsfase. Dit komt onder andere door een toename van gezamenlijke inzetten. 
Maar er moet wel vertrouwen zijn. Dat groeit wel. De OVR probeert het proces te begeleiden en in 
goede banen te leiden. Hij probeert dus niet alleen als doorgeefluik te fungeren. Ook in Zaanstreek-
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Waterland werkt de OVR vaak mee aan een doel. En daarin breng hij doelen en middelen samen. In 
2009 was dat meer een ver-van-mijn-bed-show. Men zag Defensie als vangnet als het echt mis gaat. 
Dat kwam niet voor. De kans op inzet was bijna gelijk aan nul. In Rotterdam-Rijnmond vindt men dat 
het samenbrengen van bepaalde doelen en middelen zijn primaire taak is. De OVR wil weten wat voor 
effect ze willen bereiken. Vervolgens schat hij de behoefte in en probeert deze te vervullen. Hetzelfde 
doet de OVR van Haaglanden. In de functieomschrijving van de OVR staat bij de hoofdtaken vermeld 
dat de OVR als intermediair optreedt en dat hij een crisismanagementnetwerk onderhoudt. Volgens 
het hoofd bureau NatOps 11 LMB is het doel de veiligheidsregio te helpen met de middelen van 
Defensie. Het betreft hier niet alleen hardware, maar met name ook cognitieve capaciteiten zoals 
command and control ondersteuning, voortzettingsvermogen, resource management en dergelijke. 
4.8.2 Het bemiddelen in conflicten tussen actoren 
De OVR van Amsterdam-Amstelland gaf een voorbeeld over een conflict over wie de brandweer moet 
leveren op 5 mei bij een helikopterlandingsplaats op een defensiecomplex. Daarin heeft hij bemiddeld 
tussen Defensie en een brandweercorps. Uiteindelijk heeft een ander brandweercorps de behoefte 
vervuld. De OVR van Zaanstreek-Waterland bemoeit zich zo min mogelijk met conflicten, want hij is 
de vertegenwoordiger van Defensie. Zijn voorganger heeft het weleens gedaan, maar niet heel actief. 
De OVR van Rotterdam-Rijnmond bemiddelt niet tussen de civiele actoren, maar wel tussen de civiele 
actoren en Defensie, als Defensie overlast heeft veroorzaakt. De OVR van Haaglanden liet weten dat 
hij dit niet doet, tenzij hij ervoor gevraagd wordt en dat is maar een enkele keer voorgekomen. Het 
hoofd bureau NatOps 11 LMB zegt: in principe niet. Het zou niet verstandig zijn. 
4.8.3 Het ter beschikking stellen van middelen die de samenwerking bevorderen 
In Amsterdam-Amstelland biedt de OVR militaire locaties aan. Een voorbeeld daarvan is het marine-
etablissement in Amsterdam, waar lezingen en demonstraties kunnen worden gehouden. Het kan ook 
gebruikt worden als er een calamiteit is. In Rotterdam-Rijnmond is dat ook het geval. Er vinden 
trainingen op de Van Ghentkazerne plaats. In Haaglanden houdt de politie cursussen en oefeningen 
op locaties van Defensie, onder andere op de Frederikkazerne. In Zaanstreek-Waterland heeft de 
OVR eens een complex in Noord-Holland aangeboden als oefenlocatie voor de brandweer. Zijn 
voorganger heeft dat niet gedaan omdat er geen behoefte aan was. Volgens het hoofd bureau NatOps 
11 LMB stelt de OVR middelen beschikbaar die de samenwerking bevorderen. Een voorbeeld 
daarvan is een commandopost die uitgebracht is in Kennemerland met het materiaal van Defensie. 
4.8.4 Initiatieven tot gezamenlijke actie 
In Amsterdam-Amstelland geeft de OVR lezingen. En vervolgens zegt hij tegen het aanwezige publiek 
dat hij ook voor anderen uit hun netwerk lezingen kan geven. In Zaanstreek-Waterland had de OVR-
reservist wel initiatief genomen, maar dat had niet veel effect. De geplande gezamenlijke oefening is 
er nog steeds niet. De huidige OVR van Zaanstreek-Waterland heeft elke maand een gesprek met het 
hoofd veiligheidsbureau. De vraag die dan centraal staat is: waar staan we en waar willen we heen? 
Een ander voorbeeld is een vergadering van een landelijk platform. De OVR heeft daar een verslag 
van gemaakt en doet voorstellen aan zijn hoofd veiligheidsregio. De OVR van Rotterdam-Rijnmond 
kijkt of Defensie kan deelnemen in oefenscenario’s met mensen en middelen. Hij organiseert zelf 
presentaties, etc. In Haaglanden doet de OVR dat soms wel. Als hij probeert de KMar (Koninklijke 
Marechaussee) te laten aansluiten bij de politie, dan is het makkelijker om faciliteiten van Defensie te 
krijgen. Het hoofd bureau NatOps 11 LMB stelt dat het essentieel is om opleiden en trainen 
gezamenlijk te doen. Elkaar leren kennen en van daaruit samenwerken. 
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4.8.5 Het hanteren van shocktherapieën 
De OVR-en van Amsterdam-Amstelland, Zaanstreek-Waterland, Rotterdam-Rijnmond zeggen dat zij 
dit niet doen. De OVR van Haaglanden heeft dit wel in het begin gedaan, maar het had weinig 
resultaat. Men blijft voornamelijk monodisciplinair bezig. De OVR-reservist heeft het ook wel eens 
gedaan. Bij de totstandkoming van het regionaal risicoplan heeft hij scenario’s mee helpen 
ontwikkelen. Hierbij bleek out-of-the-boxdenken een vaardigheid die ontbrak bij de andere actoren. 
Hierdoor had hij toegevoegde waarde. Het hoofd bureau NatOps 11 LMB vindt het niet verstandig als 
de OVR-en shocktherapieën hanteren. De OVR-en zijn karduwers in plaats van kartrekkers. Anders 
zijn zij meteen uitgespeeld.  
4.8.6 Rollen van de OVR  
Galesloot (1995, pp. 27-28) beargumenteert dat de coördinatie en organisatie van het netwerk in 
handen moeten zijn van personen die daartoe goed zijn toegerust. Zij vervullen verschillende rollen, 
zoals die van: 
 Organisator. De organisator initieert de netwerkenbijeenkomsten. 
 Stimulator. De stimulator is een leider die vooral impulsen geeft, en aanzet tot leren. 
 Makelaar. De makelaar legt verbindingen tussen inhouden die voor de deelnemers van belang 
zijn. Hij overziet het geheel, kent de situatie waaruit de deelnemers afkomstig zijn en legt zo 
verbindingen. 
 Richtinggever. De richtinggever zet de koers uit die optimaal aansluit bij de behoeften van de 
deelnemers. 
 Leider. Netwerkbijeenkomsten moeten goed geleid worden. Een leider is voortdurend actief, 
geconcentreerd op het doel van de bijeenkomst. 
 
In bijlage 8 staan per veiligheidsregio weergegeven welke rollen de OVR wel of niet vervult. 
4.8.7 Managementactiviteiten van de OVR  
Volgens Agranoff (2001, pp. 298-301) en McGuire (2001)
 
zijn er vier soorten gedragingen die een 
netwerkmanager kan gebruiken. De eerste is activatie: een set van gedragingen die worden gebruikt 
om personen en hulpbronnen te identificeren en te integreren om zo de doelen te bereiken. Activatie 
is zeer belangrijk voor netwerkeffectiviteit, maar ook de-activatie speelt een grote rol. De tweede is 
framing. In vergelijking met activatie is framing een meer subtiele taak, maar net zo noodzakelijk. 
Framing betreft gedragingen gericht op het organiseren en integreren van de netwerkstructuur door 
middel van het faciliteren van afspraken over de rol van de deelnemers, de regels en de 
netwerkwaarden. Nummer drie is mobilisatie. Mobilisatie zijn gedragingen die worden gebruikt om 
commitment en support voor de netwerkprocessen van netwerkparticipanten en externe stakeholders 
te genereren. Als laatste is er synthesizing. Synthesizing zijn gedragingen om de omgeving en de 
condities voor een gunstige en productieve interactie tussen netwerkparticipanten te verbeteren. De 
netwerkmanager moet relaties en interacties bouwen die resulteren in het bereiken van het doel van 
het netwerk. Het verminderen van complexiteit en onzekerheid kan worden bereikt door het promoten 
van informatie-uitwisseling. Het aantal managementstrategieën of de social embeddedness zijn niet 
de enige factoren die het effect van netwerkmanagement verklaren. Ook het type strategie heeft zijn 
invloed. Klijn et al. onderscheiden vier strategieën: 
 Connecting: om het proces te starten, (de)activatie van actoren, hulpbronnen mobiliseren, initiëren 
nieuwe interacties, bouwen van coalities, mediation, aanwijzen procesmanagers, verwijderen 
obstakels voor de samenwerking en het creëren van initiatieven voor samenwerking. 
 Exploring content: als het proces is gestart: tot stand brengen van goal congruency, beïnvloeden 
percepties, vergaren en managen van informatie, creëren van variatie door creatieve competitie. 





 Process agreements: regels voor toelating of uittreding, regels hoe om te gaan met conflicten, 
regels ten behoeve van de belangen van actoren of het gebruik van veto’s, regels die actoren 
informeren wanneer de beslismomenten plaatsvinden. Netwerken hebben een zekere 
voorspellende waarde, in die zin dat er regels zijn voor overleg en besluitvorming. 
Alle vier de strategieën zijn van belang, maar de belangrijkste is connecting, gevolgd door exploratie, 
process agreements en als laatste arranging (Klijn, Steijn en Edelenbos, 2010, pp. 1076-1077). In de 
tabel in bijlage 9 staan de strategieën en gedragingen beschreven. 
4.8.8 Conclusie 
Netwerkmanagement is zeer belangrijk. Zonder over hiërarchische middelen te beschikken, kan de 
netwerkmanager bepaalde doelen en middelen samenbrengen, bemiddelen in conflicten tussen 
actoren, middelen beschikbaar stellen die samenwerking bevorderen of zelfs initiatieven nemen tot 
gezamenlijke actie. Daarnaast kan de OVR shocktherapieën gebruiken om het netwerk op te 
schudden. Ook kan de OVR verschillende rollen en gedragingen gebruiken. Alle OVR-en brengen 
doelen en middelen samen. De mate waarin, hangt af van de bekendheid van Defensie. Het 
bemiddelen in conflicten tussen actoren gebeurt sporadisch of helemaal niet. Het beschikbaar stellen 
van middelen, zoals militaire locaties om samenwerking te bevorderen, wordt door alle OVR-en 
gedaan met uitzondering van de OVR-reservist aangezien er toen geen behoefte aan was. Het nemen 
van initiatieven tot gezamenlijke actie wordt door alle OVR-en gedaan, echter in verschillende 
hoedanigheden. Het hanteren van shocktherapieën wordt door de OVR-en van Amsterdam-
Amstelland, Zaanstreek-Waterland, Rotterdam-Rijnmond niet gedaan. De OVR van Haaglanden en de 
OVR-reservist hebben dit weleens gedaan. Het hoofd bureau NatOps 11 LMB vindt dit niet verstandig. 
De OVR-en zijn karduwers in plaats van kartrekkers. Anders zijn zij meteen uitgespeeld. Over de rol 
van organisator en stimulator wordt verschillend gedacht. Sommigen doen het wel, maar anderen niet. 
De rol van makelaar heeft elke OVR wel. De rol van richtinggever juist weer niet of nauwelijks. Wat 
betreft de rol van leider is iedereen het erover eens dat die niet bij de OVR ligt. Over welke 
gedragingen de OVR vertoont, zijn er de volgende resultaten. De OVR doet aan activatie/connecting, 
maar dan met name bij defensiemedewerkers. De overige actoren worden alleen via de 
contactpersoon geactiveerd. Framing/proces agreements is niet van toepassing op de OVR. De OVR 
heeft niet de positie binnen het netwerk om process agreements en framing te bewerkstelligen. De 
OVR-en proberen in het algemeen wel commitment te generen en mensen te mobiliseren, maar dat 
lukt niet altijd. De OVR-en zijn vooral gericht op synthesizing/exploring content. Informatie-uitwisseling 
is heel belangrijk. Buiten Zaanstreek-Waterland werd er niet aan arranging gedaan. 
4.9 De bijdrage van de OVR aan de effectiviteit van het netwerk 
Naast de vraag aangaande de managementactiviteiten is er de vraag welke managementactiviteiten 
hebben geleid tot de verbetering van de effectiviteit van het netwerk. In Amsterdam-Amstelland is de 
OVR in zijn rol behoorlijk aan handen en voeten gebonden. De bijdrage aan de effectiviteit van het 
netwerk ligt in het feit dat de officier veiligheidsregio een groot netwerk heeft waar de veiligheidsregio 
gebruik van kan maken. Dit ligt met name op het feit dat de OVR ook in andere veiligheidsregio’s kijkt 
en overlegt met zijn collega’s OVR-en. Daarnaast heeft de OVR een grote mate van deskundigheid en 
informatie over de militaire organisatie die toch een landelijke organisatie is. Doordat de 
veiligheidsregio steeds opener wordt,  gaat het ook steeds beter. 
 
In Zaanstreek-Waterland was de bijdrage van OVR-reservist bescheiden. Hij was een stabiele factor, 
weliswaar maar 1 dag in de week. Hij bood zelf aan om zaken aan te pakken. Hij had natuurlijk veel 
kennis door zijn masteropleiding waar mensen gebruik van konden maken en waarmee ook deuren 
open gingen. Nu zijn in Zaanstreek-Waterland alle handjes welkom. Ze hebben namelijk veel werk 
door hun ambitieniveau. De OVR is nu volledig volwaardig medewerker en een waardevolle aanvulling 
vooral op het gebied van opleiden en trainen, analyserend vermogen en organisatorisch vermogen. 
De deskundigheid op het gebied van de Defensieorganisatie telt ook mee en het netwerk van de OVR 




De bijdrage van de OVR van Rotterdam-Rijnmond aan de effectiviteit zit hem in het volgende zaken. 
De OVR maakt bekend welke mogelijkheden (middelen en kennis) Defensie heeft, onder andere door 
presentaties te geven. Belangrijk is dat hij bij activiteiten aanwezig is en zijn deskundigheid, netwerk 
en kennis gebruikt. Hoe hoger zijn deskundigheid, netwerk en kennis is, des te meer profijt heeft de 
veiligheidsregio. Zijn contacten met andere veiligheidsregio’s via zijn collega OVR-en zijn zeer 
bruikbaar. Via die weg wordt informatie gedeeld en worden verbanden gelegd. 
 
Binnen de veiligheidsregio Haaglanden worden de verschillende actoren uitgenodigd bij 
themabijeenkomsten (bestuurlijk en uitvoerend niveau) of evenementen. Deze zijn dan 
multidisciplinair van aard. Buiten de vaste actoren zoals de brandweer en politie nemen de 
waterschappen, Rode Kruis et cetera er ook aan deel. Deze themabijeenkomsten kunnen ook regio-
overstijgend zijn. Daarnaast dragen de contacten tussen de OVR-en bij aan de effectiviteit van het 
netwerk.  
4.10 De onderlinge verbanden 
In de tabel in bijlage 10 worden de resultaten weergegeven per veiligheidsregio. Daaruit kunnen de 
volgende zaken worden geconcludeerd. Er is geen verband aangetroffen tussen de netwerkstructuur 
en het type netwerk, aangezien de netwerkstructuur opgedragen kan zijn en de daadwerkelijke 
invulling van secundair belang kan zijn, zoals in Zaanstreek-Waterland in 2009. Per veiligheidsregio 
verschilt het samenwerkingsverband, de positie van de OVR en het hebben van een primaire 
contactpersoon. De bovenstaande verschillen hebben weinig invloed op het aantal actoren binnen het 
netwerk. Hoe inniger het samenwerkingsverband is, des te prominenter de plek van de OVR en het 
hebben van een primaire contactpersoon. Naarmate het netwerk meer verweven wordt en mensen 
vast te werk worden gesteld, neemt ook de mate van uitwisseling en het gezamenlijk maken van 
beleid toe. Hoewel de veiligheidsregio’s dezelfde doelen hebben, is de mate waarin zij die doelen 
effectief bereiken verschillend. Naarmate de netwerkstructuur meer verweven wordt onder andere 
door het gebruik van een NAO en dus ook de mate van uitwisseling groter wordt, neemt de effectiviteit 
toe maar ook de kosten. Er is geen verband aangetroffen tussen het soort organisatie, de positie van 
de OVR en het hebben van een primaire contactpersoon. Er is wel een verband aangetroffen tussen 
het soort organisatie, de netwerkstructuur en hoe het netwerk is georganiseerd. Bij een NAO is er 
sprake van een shared service model met horizontale en verticale organisatie. Er is geen verband 
tussen het type netwerk en het soort organisatie. Dit is meer afhankelijk van de tijdsduur dat men 
samenwerkt. De politieke analyse van het netwerk levert geen verdere bruikbare verschillen op die 
invloed hebben op bovenstaande conclusies. 
 
Vervolgens worden in de tabellen in bijlage 11 de machtsbronnen, rollen, gedragingen en bijdrage aan 
de effectiviteit weergegeven van de verschillende OVR-en en de mening van het hoofd bureau 
NatOps 11 LMB. Die uitkomsten kunnen vergeleken worden met de netwerkvormen van de 
veiligheidsregio´s. Daaruit kunnen de volgende conclusies getrokken worden. Het gebruik van 
shocktherapieën gebeurt eerder als het netwerk nog niet zo verweven is. Er is geen verschil te 
onderkennen tussen de netwerkvorm en de machtsbronnen die worden gebruikt door de OVR. Dit 
geldt ook voor het samenbrengen van bepaalde doelen en middelen en het ter beschikking stellen van 
middelen die de samenwerking bevorderen. Er is wel een verband vast te stellen tussen bemiddelen 
in conflicten en de netwerkstructuur. Als de samenwerking vergevorderd is, dan hoeft de OVR niet te 
bemiddelen in conflicten. De rollen die de OVR kan hebben komen grotendeels overeen, ondanks de 
verschillende samenwerkingsverbanden. Zij hebben allemaal de rol van makelaar, maar niemand 
heeft de rol van leider. Inzake de overige rollen is er geen rode draad. Over de rol van organisator en 
stimulator wordt verschillend gedacht. Sommigen doen het wel, anderen niet. De rol van makelaar 
heeft elke OVR wel. De rol van richtinggever juist weer niet of nauwelijks. De rol van leider, daarover 
is iedereen het eens dat die niet bij de OVR ligt.  
 
Betreffende de gedragingen van de OVR-en is duidelijk dat iedereen gebruikmaakt van synthesizing 
en exploring content. Informatie-uitwisseling is heel belangrijk. De OVR doet aan activatie/connecting, 
maar dan met name bij defensiemedewerkers. De overige actoren worden alleen via de 
contactpersoon geactiveerd. Het hebben van die persoon is essentieel. Het mobiliseren van actoren 
gebeurt wel in NAO’s via de primaire contactpersoon. Framing/proces agreements is niet van 
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toepassing op de OVR. De OVR heeft niet de positie binnen het netwerk om process agreements en 
framing te bewerkstelligen. De OVR-en die in een shared service center zitten en daar ook hun plek 
hebben, proberen in het algemeen wel commitment te genereren en mensen te mobiliseren. Tot slot is 
er inzake arranging geen duidelijk verband te leggen.  
Naarmate de rol en de plaats van de OVR groter wordt en er sprake is van een primaire 
contactpersoon, neemt ook de bijdrage aan de effectiviteit van het netwerk toe. 
4.11 Conclusie 
We leven in een netwerksociety. Volgens Boonstra (2007, p. 24) worden netwerken gezien als een 
overkoepelende organisatievorm van autonome organisaties met wederzijdse belangen, die hun 
krachten willen bundelen om hun belangen te realiseren. Meier (2003, p. 690) beargumenteert dat 
netwerken sterk kunnen variëren in grootte, complexiteit, structuur en samenstelling. Het is duidelijk 
dat dit ook het geval is bij de onderzochte veiligheidsregio’s, die elk weer anders zijn georganiseerd. 
Er is immers sprake van verschillende netwerkstructuren en verschillende maten van uitwisseling. 
Daar zit echter geen een-op-eenverband tussen. Naarmate de samenwerking in het netwerk 
toeneemt, verandert wel de netwerkstructuur en de positieplaats van de OVR in het netwerk. 
Overigens neemt de kans dan ook toe dat er sprake is van een primaire contactpersoon voor de OVR. 
Er kan binnen dit onderzoek ook geconcludeerd worden dat bovenstaande variabelen geen invloed 
hebben op het aantal actoren binnen het netwerk. Al met al is er sprake van horizontale netwerken, 





Volgens de wetenschappelijke literatuur hebben organisaties verschillende doelen en tevens 
verschillende redenen om samen te werken. De verschillende netwerken hebben allemaal als doel om 
de samenwerking vloeiend te laten verlopen. Het bepalen van de effectiviteit van het netwerk is niet 
eenvoudig, gezien de verschillende niveaus en de daaraan gelinkte indicatoren van het model van 
Provan (bijlage 6). Uit de analyse blijkt dat Zaanstreek-Waterland (voor 2011) en Haaglanden laag 
scoren. Amsterdam-Amstelland en Zaanstreek-Waterland (na 2010) scoren gemiddeld, terwijl 
Rotterdam-Rijnmond hoog scoort. Er is geen verband aangetroffen tussen de netwerkstructuur en het 
type netwerk, aangezien de netwerkstructuur opgedragen kan zijn en de daadwerkelijke invulling van 
secundair belang kan zijn, zoals in Zaanstreek-Waterland in 2009. Hoewel de veiligheidsregio’s 
dezelfde doelen hebben, is de mate waarin zij die doelen effectief bereiken verschillend. Naarmate de 
netwerkstructuur meer verweven wordt onder andere door het gebruik van een NAO en dus ook de 
mate van uitwisseling groter wordt, neemt de effectiviteit toe maar ook de kosten. Er is geen verband 
aangetroffen tussen het soort organisatie, de positie van de OVR en het hebben van een primaire 
contactpersoon. Er is wel een verband aangetroffen tussen het soort organisatie, de netwerkstructuur 
en hoe het netwerk is georganiseerd. Bij een NAO is er sprake van een shared service model met 
horizontale en verticale organisatie. Er is geen verband tussen het type netwerk en het soort 
organisatie. Dit is meer afhankelijk van de tijdsduur dat men samenwerkt. De politieke analyse van het 
netwerk levert geen verdere bruikbare verschillen op die invloed hebben op bovenstaande conclusies.  
Het gebruik van netwerkmanagement is zeer belangrijk. Zonder over hiërarchische middelen te 
beschikken, kan de netwerkmanager bepaalde doelen en middelen samenbrengen, bemiddelen in 
conflicten tussen actoren, middelen beschikbaar stellen die samenwerking bevorderen of zelfs 
initiatieven nemen tot gezamenlijke actie. Tevens kan de OVR bepaalde rollen en gedragingen 
vertonen die bijdragen aan de effectiviteit van het netwerk. Maar dat verschilt per netwerkvorm van de 
betreffende veiligheidsregio’s. Het gebruiken van shocktherapieën gebeurt eerder als het netwerk nog 
niet zo verweven is. Er is geen verschil te constateren tussen de netwerkvorm en de machtsbronnen 
die worden gebruikt door de OVR. Dit geldt ook voor het samenbrengen van bepaalde doelen en 
middelen en het ter beschikking stellen van middelen die de samenwerking bevorderen. Er is wel 
verband te onderkennen tussen bemiddelen in conflicten en de netwerkstructuur. Als de 
samenwerking vergevorderd is, dan hoeft de OVR niet te bemiddelen in conflicten. De rollen die de 
OVR kan hebben, komen grotendeels overeen, ondanks de verschillende samenwerkingsverbanden. 
Zij hebben allemaal de rol van makelaar. Over de rol van leider is iedereen het eens dat die niet bij de 
OVR ligt. Inzake de overige rollen is geen rode draad te zien. Over de rol van organisator, 
                                                          
33 In hoofdstuk 3 is aangegeven dat het onderzoek is beperkt tot de koude fase niet zijnde crisissen en operationele sturing. 
47 
 
richtinggever en stimulator wordt namelijk verschillend gedacht. Betreffende de gedragingen van de 
OVR-en is duidelijk dat iedereen gebruikmaakt van synthesizing en exploring content. Informatie-
uitwisseling is heel belangrijk. De OVR doet aan activatie/connecting, maar dan met name bij 
defensiemedewerkers. De overige actoren worden alleen via de primaire contactpersoon geactiveerd 
als die er is. Het hebben van die persoon is dus essentieel. Het mobiliseren van actoren gebeurt wel 
in NAO’s via de primaire contactpersoon. Framing/proces agreements is niet van toepassing op de 
OVR omdat de OVR de positie binnen het netwerk niet heeft om process agreements en framing te 
bewerkstelligen. De OVR-en die in een shared service center met een NAO zitten en daar ook hun 
plek hebben, proberen in het algemeen wel commitment te genereren en mensen te mobiliseren. Tot 
slot is er inzake arranging geen duidelijk verband te leggen.  
 
In het onderzoek stond de volgende vraag centraal: In welke mate dragen de samenwerkingsvormen 
en de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit van het netwerk te 
weten de veiligheidsregio? 
 
Dankzij de literatuurstudie en de gehouden interviews kan die vraag als volgt worden beantwoord. De 
samenwerkingsvorm heeft een grote invloed op de effectiviteit van het netwerk. Naarmate de 
samenwerkingsvorm inniger wordt, neemt de effectiviteit toe. De algemene bijdrage van de OVR aan 
de effectiviteit van het netwerk ligt in het feit dat de OVR een groot netwerk heeft waar de 
veiligheidsregio gebruik van kan maken. Dit heeft met name betrekking op het feit dat de OVR ook in 
andere veiligheidsregio’s kijkt en overlegt met zijn collega’s OVR-en. Daarnaast heeft de OVR een 
grote mate van deskundigheid en informatie over de militaire organisatie die toch een landelijke 
organisatie is. Specifiek neemt de bijdrage aan het netwerk toe als de rol van de OVR groter wordt, de 
plek van de OVR centraler en er sprake is van een primaire contactpersoon. Dit is het geval bij 
netwerken die inniger samenwerken met behulp van een NAO. Dan kan de OVR meer (in)direct 
andere actoren activeren, mobiliseren en commitment genereren en dat draagt bij aan de effectiviteit 




Hoofdstuk 5 Conclusies, discussie en aanbevelingen 
In dit laatste hoofdstuk zullen de conclusies gepresenteerd worden die uit het onderzoek kunnen 
worden getrokken. De conclusies komen aan bod per deelvraag en worden vervolgens 
gesynthetiseerd tot de beantwoording van de centrale vraag. Tevens zal een paragraaf worden 
besteed aan discussie op basis van dit onderzoek en worden aanbevelingen gedaan. 
5.1 Conclusies 
5.1.1 Vormen van samenwerking en het functioneren van die vormen van samenwerking 
We leven in een netwerksociety. Overheden moeten vandaag de dag samenwerken met externe 
actoren en netwerken (co)managen (Bovaird en Löffler, 2009, p. 223). In de publieke sector is het 
implementeren en managen van een publiek programma door middel van een netwerk vaker regel 
dan uitzondering (Turrini, 2010, p. 528). Dit is terug te zien in de veiligheidsregio’s. Netwerken kunnen 
uit publieke, profit- en non-profitorganisaties bestaan of delen daarvan (Meier, 2003, p. 690). Dit is 
terug te zien in het grote aantal diverse actoren in de veiligheidsregio’s. Agranoff en McGuire (2006, p. 
56) en Bryson (2006, p. 44) zien het doel van samenwerkingsprocessen als het oplossen van 
problemen en het bereiken van uitkomsten die niet mogelijk waren door individuele organisaties uit 
één enkele sector. Dit is zeker zo binnen de veiligheidsregio’s waar elke actor zijn eigen specialisme 
en verantwoordelijkheid heeft. Mandell & Steelman (2003, pp. 203-204) onderscheiden vijf vormen 
van samenwerking, waaronder de netwerkstructuur. Meier (2003, p. 690) beargumenteert dat 
netwerken sterk kunnen variëren in grootte, complexiteit, structuur en samenstelling. De 
veiligheidsregio’s verschillen ook sterk. Zij zijn onder te verdelen in de netwerkstructuren van Korsten 
(2004) en de netwerkvormen van Agranoff (2006, p. 56). De conclusie hieruit is dat er veel varianten 
in samenwerking zijn. De keuze hangt af van wat men wil bereiken met de samenwerking en van de 
mate waarin men wil integreren met elkaar. Per veiligheidsregio verschilt het samenwerkingsverband, 
de positie van de OVR en het hebben van een primaire contactpersoon. De bovenstaande verschillen 
hebben ook geen invloed op het aantal actoren binnen het netwerk. Hoe inniger de netwerkstructuur 
van Korsten (2007), des te prominentere plek van de OVR en het hebben van een primaire 
contactpersoon wordt. Als mensen vast te werk worden gesteld, neemt ook de mate van uitwisseling 
en het gezamenlijk maken van beleid toe zoals omschreven door Agranoff (2006, p. 56). 
5.1.2 Doelen van een netwerk 
Volgens de wetenschappelijke literatuur hebben organisaties verschillende doelen en tevens 
verschillende redenen om samen te werken. De verschillende netwerken hebben allemaal als doel om 
de samenwerking vloeiend te laten verlopen. Rotterdam-Rijnmond vult dit aan met het doel de 
capaciteit zo efficiënt en zo effectief mogelijk te benutten, want de wet schrijft dat voor. Dit komt 
overeen met deelaspecten van Korsten (2006, p. 70) en Weiss (1987). De samenwerkingsverbanden 
richten zich op productdoelen en systeemdoelen zodat de gemeenschapsdoelen, afgeleide doelen en 
outputdoelen van de veiligheidsregio uiteindelijk worden gehaald. 
5.1.3 Effectiviteit van een netwerk 
Een (voorgenomen) handelwijze is effectief of doeltreffend als de betreffende inspanningen en 
uitgaven daadwerkelijk bijdragen aan de realisatie van het beoogde doel. Het bepalen van de 
effectiviteit van samenwerking is problematisch. Dat geldt zeker in het geval van netwerken omdat key 
stakeholders en hun belangen zo divers zijn. Dat geldt ook voor de veiligheidsregio’s.  
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5.1.4 Onderlinge verbanden tussen netwerkpartners in netwerken 
Volgens De Bruijn kenmerken netwerken zich doordat zij bestaan uit verschillende actoren met eigen 
belangen, doelen en percepties (autonomie), die voor de realisatie van doelen evenwel afhankelijk zijn 
van anderen. Een actor is een handelingseenheid die het beleidsproces probeert te beïnvloeden ten 
gunste van eigen scoringsmogelijkheden. (Klijn en Teisman; 1992, p. 8). Er zijn vier stadia in relaties 
tussen partijen volgens Leek (2011, p. 60). Deze stadia hebben geen invloed op de uitkomsten van de 
politieke analyse van het netwerk. Er is weinig verschil tussen de veiligheidsregio´s op het vlak van 
lidorganisaties, financiers en toezichthouders. Provan en Kenis (2007, pp. 234-236) stellen dat er drie 
soorten organisaties zijn, te weten een lead organization, een shared governance en een NAO 
(network administrative organization). Er leek een link te zijn tussen het hebben van een NAO en het 
stadium tussen de partijen. Als er een NAO is dan betekent dat echter niet dat een bepaald stadium in 
relaties is bereikt. 
5.1.5 Aansturing en onderlinge beïnvloeding in netwerken  
Een netwerk kan verticaal zijn met meer traditionele intergouvernementele verbanden of horizontaal 
en gebaseerd op collaboration. Netwerken zijn vaak niet hiërarchisch en de deelname is zonder 
dwang (Isett, 2011, p. 161). Dit is terug te zien in de veiligheidsregio’s waar het speltheoretisch 
perspectief de boventoon voert. In de speltheorie erkennen de actoren elkaar als strategen, als 
handelende actoren die niet gehoorzamen aan determinerende wetmatigheden (Klijn en Teisman, 
1992, p. 2). Agranoff (2006, 59) is ook van mening dat het management in een netwerk niet is 
gebaseerd op een centrale autoriteit. Volgens Agranoff maken bijna alle netwerken gebruik van een 
soort raad van bestuur, gekozen door de vertegenwoordigers van de organisaties. Een enkel 
samenwerkingsverband in de veiligheidsregio is hier inderdaad een uitzondering op. Koppenjan 
(1993) geeft een heldere opsomming van methoden die een netwerkactor kan aanwenden om een 
andere actor binnen een netwerk tot het gewenste gedrag over te halen. Zij onderscheiden daarbij 
strategieën waarbij sprake is van zowel beïnvloeding als sturing. Sturing hangt af van de plek en de 
rol van de actor binnen het netwerk. Netwerken die geen hoofd/centrale autoriteit in hun netwerk 
hebben, zijn daarom heel horizontaal georganiseerd en er is weinig aansturing. Dit heeft in de 
casussen geen invloed op de machtsbronnen en de methoden/strategieën om een andere actor in 
een netwerk tot het gewenste gedrag over te halen. 
5.1.6 (Netwerk)activiteiten van netwerkmanagers 
Onder netwerkmanagement wordt verstaan de wijze waarop actoren trachten de structuur, het 
functioneren en/of de beleidsuitkomsten van een netwerk te beïnvloeden. Het gebruik van 
netwerkmanagement is zeer belangrijk. De netwerkmanager kan zonder hiërarchische middelen 
verschillende rollen gebruiken. Drie daarvan zijn niet afhankelijk van de positie van de 
netwerkmanager in het netwerk, te weten het samenbrengen van doelen en middelen, het ter 
beschikking stellen van middelen om samenwerking te bevorderen en het nemen van initiatieven tot 
gezamenlijke actie. Deze hangen samen met de rol van makelaar. De overige rollen zijn afhankelijk 
van de rol en de positie van de netwerkmanager. Volgens McGuire (2002, p. 600) zijn netwerken 
afhankelijk van verschillende leiders die op verschillende tijdstippen diverse rollen aannemen die 
allemaal noodzakelijk kunnen zijn voor de effectiviteit van een netwerk. Dit zal meer van toepassing 
zijn in een shared governance dan in een NAO. Het bemiddelen in conflicten tussen actoren gebeurt 
sporadisch of helemaal niet. Het hanteren van shocktherapieën wordt alleen gedaan als het netwerk 
blijft hangen in zijn ontwikkeling. De netwerkmanager kan verschillende gedragingen vertonen. Het 
activeren/connecting werkt alleen bij de eigen organisatie. De overige actoren worden alleen via de 
primaire contactpersoon geactiveerd. Binnen dit specifieke netwerk heeft de netwerkmanager niet de 
positie om process agreements en framing te bewerkstelligen en aan arranging te doen. De 
netwerkmanager probeert wel commitment te genereren en mensen te mobiliseren, maar dat lukt niet 
altijd. De netwerkmanager is vooral gericht op synthesizing/exploring content. Informatie-uitwisseling 
is heel belangrijk. Dit komt overeen met de prioriteitsvolgorde van Klijn, Steijn en Edelenbos (2010, 
pp.1076-1077), die zeggen dat alle vier de strategieën van belang zijn, maar dat de belangrijkste 
connecting is, gevolgd door exploratie, process agreements en als laatste arranging. Kortom, 
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netwerkmanagers passen diverse rollen, gedragingen en strategieën toe en kunnen diverse 
netwerkactiviteiten ontplooien. Vanwege de kenmerken van netwerken kunnen deze activiteiten 
minder sturend en dwingend zijn dan te doen gebruikelijk in hiërarchische organisaties. De nadruk ligt 
erg sterk op activiteiten die gericht zijn op het identificeren en activeren van actoren en soms ook op 
de beïnvloeding van institutionele regelingen en regels. Arranging en proces agreements, die meer 
gefocust zijn op de structuur van de samenwerking, zijn minder van belang. Net als er een verschil is 
tussen ‘normale’ managers en netwerkmanagers, zijn er verschillen te verwachten tussen typen van 
netwerkmanagers en tussen netwerkactiviteiten in diverse contexten, zoals de grootte, de doelen en 
structuur van een netwerk. 
5.1.7 De onderlinge verbanden 
Per veiligheidsregio verschilt het samenwerkingsverband, de positie van de OVR en het hebben van 
een primaire contactpersoon. De bovenstaande verschillen hebben weinig invloed op het aantal 
actoren in het netwerk. Turrini (2010, p. 524) stelt dat hoe groter het aantal deelnemende actoren, hoe 
lager de effectiviteit (2010, p. 524). Binnen de onderzochte casussen is dit echter niet het geval. Er is 
geen verband aangetroffen tussen de netwerkstructuur en het type netwerk, aangezien de 
netwerkstructuur opgedragen kan zijn en de daadwerkelijke invulling van secundair belang kan zijn. 
Naar mate het netwerk meer verweven raakt, neemt de mate van uitwisseling en het gezamenlijk 
maken van beleid toe. Hoewel de veiligheidsregio’s dezelfde doelen hebben, is de mate waarin zij die 
doelen effectief bereiken verschillend. Naarmate de netwerkstructuur meer verweven wordt, onder 
andere door het gebruik van een NAO en dus ook de mate van uitwisseling groter wordt, neemt de 
effectiviteit toe maar ook de kosten. Er is ook een verband aangetroffen tussen het soort organisatie, 
de netwerkstructuur en de wijze dat het netwerk is georganiseerd. Bij een NAO is er sprake van een 
shared service model met horizontale en verticale organisatie. Er is geen verband tussen het type 
netwerk en het soort organisatie. Dit is meer afhankelijk van de tijdsduur dat men samenwerkt. De 
politieke analyse van het netwerk levert geen verdere bruikbare verschillen op die invloed hebben op 
bovenstaande conclusies. 
 
De rollen en gedragingen van een netwerkmanager kunnen vergeleken worden met de bovenstaande 
netwerkvormen et cetera van de veiligheidsregio´s. Daar kunnen de volgende conclusies uit getrokken 
worden. Het gebruik van shocktherapieën gebeurt eerder als het netwerk nog niet zo verweven is. Er 
is geen verschil te onderkennen tussen de netwerkvorm en de machtsbronnen die worden gebruikt. 
Dit geldt ook voor het samenbrengen van bepaalde doelen en middelen en het ter beschikking stellen 
van middelen die de samenwerking bevorderen. Er is wel een verband te zien tussen het bemiddelen 
in conflicten en de netwerkstructuur. Als de samenwerking ver gevorderd is, dan hoeft de 
netwerkmanager minder snel te bemiddelen in conflicten. De rollen die de OVR kan hebben komen 
grotendeels overeen, ondanks de verschillende samenwerkingsverbanden. Zij hebben allemaal de rol 
van makelaar. Daarnaast heeft niemand de rol van leider, want dat hoort niet bij zijn positie binnen het 
netwerk. Inzake de overige rollen is geen rode draad te onderkennen. 
Betreffende de gedragingen van de OVR-en is duidelijk dat de OVR gebruikmaakt van synthesizing en 
exploring content. Informatie-uitwisseling is heel belangrijk. De OVR doet aan activatie/connecting, 
maar dan met name binnen zijn eigen organisatie. De overige actoren worden alleen via de 
contactpersoon geactiveerd. Het hebben van die persoon is essentieel. Het mobiliseren van actoren 
gebeurt wel in NAO’s via de primaire contactpersoon. Framing/proces agreements is niet van 
toepassing op de OVR. De OVR heeft niet de positie in het netwerk om process agreements en 
framing te bewerkstelligen. De OVR-en die in een shared service center zitten en daar ook hun plek 
hebben, proberen in het algemeen wel commitment te genereren en mensen te mobiliseren. Tot slot is 
er inzake arranging geen duidelijk verband te leggen.  
 
Naarmate de rol en de plaats van de OVR groter wordt en er sprake is van een primaire 
contactpersoon, neemt ook de bijdrage aan de effectiviteit van het netwerk toe. Daaruit kan 
geconcludeerd dat de rol en de plaats van de netwerkmanager binnen het netwerk essentieel is voor 
de effectiviteit. Daarnaast is het aan te bevelen dat de netwerkmanager een primaire contactpersoon 
heeft binnen het netwerk die actoren kan activeren en commitment kan genereren indien hij dit zelf 
niet mag doen. De NAO blijkt een effectievere netwerkvorm te zijn dan een lead governance en een 
shared governance. Dit komt overeen met de theorie van Provan en Kenis (2007, p. 242). Zij stellen 
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dat management bepalend is voor de effectiviteit, zeker in het geval van het beheersen van 
spanningen. Bij het gebruik van een NAO worden de spanningen het meest verminderd in vergelijking 
met een lead organization en shared governance.  
 
Volgens Iacobucci gaat het niet om de structuur, juridische vorm et cetera, maar om het functioneren 
van de netwerkmanager(s) die het netwerk effectief maken (Iacobucci, 1996, p. 115). Uit het 
onderzoek blijkt dat de netwerkstructuur wel uitmaakt. Netwerken variëren in grootte, complexiteit, 
structuur en samenstelling (Meier, 2003, p. 690). Uit dit onderzoek blijkt dat het verschil in structuur en 
samenstelling invloed heeft op de wijze van aansturing en onderlinge beïnvloeding in netwerken en de 
(netwerk)activiteiten van netwerkmanagers. Uit bovenstaande kan geconcludeerd worden dat de 
kenmerken van het netwerk, de effectiviteit en de wijze van netwerkmanagement nauw met elkaar 
samenhangen en elkaar beïnvloeden. De gekozen netwerkvorm en de wijze van netwerkmanagement 
zijn essentieel voor het verklaren van de effectiviteit van een netwerk. 
5.1.8 Centrale vraag 
De centrale vraag van dit onderzoek was: In welke mate dragen de samenwerkingsvormen van het 
netwerk  en de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit van het 
netwerk te weten de veiligheidsregio? 
 
Dankzij de literatuurstudie en de gehouden interviews kan die vraag als volgt worden beantwoord. De 
samenwerkingsvorm heeft een grote invloed op de effectiviteit van het netwerk. Naarmate de 
samenwerkingsvorm inniger wordt, neemt de effectiviteit toe. De algemene bijdrage van de OVR aan 
de effectiviteit van het netwerk ligt in het feit dat de OVR een groot netwerk heeft waar het netwerk 
gebruik van kan maken. Dit komt met name door het feit dat de netwerkmanager ook in andere 
netwerken kijkt en overlegt met zijn collega’s netwerkmanagers. Bovendien heeft de OVR een grote 
mate van deskundigheid en informatie over de militaire organisatie, die toch een landelijke organisatie 
is. Specifiek neemt de bijdrage aan het netwerk toe als de rol van de OVR groter wordt, de plek van 
de OVR centraler en er sprake is van een primaire contactpersoon. Dit is het geval bij netwerken die 
inniger samenwerken met behulp van een NAO. Dan kan de OVR meer (in)direct andere actoren 
activeren, mobiliseren en commitment genereren, en dat draagt bij aan de effectiviteit van het 
netwerk. 
5.2 Discussie  
5.2.1 De gebruikte gegevens 
Voor wat betreft de gegevens die gebruikt zijn voor dit onderzoek is het uiteraard de vraag in hoeverre 
zij betrouwbaar en valide zijn. Een deel van de gegevens is verkregen door interviews. De vragen die 
gesteld zijn, gingen over het eigen functioneren van de geïnterviewde en zijn relatie met andere 
actoren. Het kan dan gebeuren dat de situaties rooskleuriger zijn voorgesteld om de andere actoren 
niet voor het hoofd te stoten. Aan de ander kant was de medewerking aan de interviews hoog. Van de 
13 geplande interviews zijn er 11 daadwerkelijk gehouden en zijn er vier casussen belicht waarvan er 
1 in tweeën gesplitst kon worden. Daarnaast zijn verschillende gegevensbronnen gebruikt zoals 
beleidsrapporten om de gegevens voor wat betreft de netwerkstructuur en de effectiviteit van het 
netwerk te kunnen duiden. Er is gesproken met de militaire manager van de OVR-en om inzicht te 
krijgen in de functieomschrijving van de OVR. Zodoende kan een deel van de gedragingen en rollen 
van de OVR worden verklaard. 
5.2.2 De conclusies ten aanzien van de onderzoeksresultaten 
Het ging hier om een onderzoek binnen de veiligheidsregio´s behorende bij de 11
de
  Luchtmobiele 
Brigade, aangezien in die brigade de grootste verschillen zijn tussen de veiligheidsregio’s. Die grote 
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verschillen tussen de veiligheidsregio´s maakten het lastig om geen appels met peren te vergelijken, 
zeker gezien het grote aantal variabelen. De vergelijking tussen de veiligheidsregio’s aangaande de 
kosten kent beperkingen, omdat niet is onderzocht of alle kosten op dezelfde wijze geadministreerd 
worden en of het takenpakket waarvoor kosten zijn verantwoord vergelijkbaar is tussen de regio’s.
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Daarnaast is de mate van effectiviteit van de veiligheidsregio Zaanstreek-Waterland in 2011 nog niet 
bekend, aangezien in 2012 pas de resultaten bekend worden. Het is gezien de lengte van de 
interviews niet mogelijk geweest om alle theorieën die in hoofdstuk 2 zijn weergegeven te toetsen. 
Wel is door middel van onderzoek van de veiligheidsregio’s in combinatie met de gebruikte theorieën 
een bijdrage geleverd aan de wetenschappelijke theorie- en gedachtevorming over de keuze voor de 
samenwerkingsvorm, de wijze van netwerkmanagement en het effect daarvan op het effectief behalen 
van doelen. Kritische kanttekening hierbij is dat de OVR een beperkte netwerkmanager is binnen de 
veiligheidsregio. Door zijn speciale positie vanuit de defensieorganisatie in een publiek netwerk wordt 
hij beperkt in zijn rollen en gedragingen. Hij is daarom niet representatief voor de gemiddelde 
netwerkmanager. Met de resultaten van dit onderzoek kunnen wel conclusies worden getrokken over 
de overige veiligheidsregio’s. 
5.3 Aanbevelingen 
De doelstelling van deze scriptie was het onderzoeken van ten eerste in hoeverre de verschillende 
samenwerkingsvormen effect hebben op het effectief behalen van de doelen en ten tweede in 
hoeverre de rollen en gedragingen van de netwerkmanager hierop van invloed zijn. Daarmee kunnen 
aanbevelingen worden gedaan om de samenwerking te verbeteren en de effectiviteit van het netwerk 
te vergroten.  
 
Uit het onderzoek blijkt dat de samenwerkingsvorm een grote invloed heeft op de effectiviteit van het 
netwerk. Hoe inniger het samenwerkingsverband (inclusief een NAO), des te hoger de effectiviteit van 
het netwerk als er ook daadwerkelijk invulling aan wordt gegeven. Daarnaast blijkt uit het onderzoek 
dat managementactiviteiten afhangen van de rol en positie die netwerkmanagers hebben. Als er 
primaire contactpersonen in de subnetwerken zitten, dan nemen de managementactiviteiten toe en 
dus ook de invloed daarvan op de effectiviteit. Toekomstig wetenschappelijk onderzoek zou zich niet 
alleen, zoals nu vaak het geval is, kunnen richten op de vraag of sprake is managementactiviteiten in 
netwerken, maar zou daarbij ook heel expliciet onderscheid kunnen maken naar posities van 
netwerkmanagers in het netwerk. Zo ontstaat een veel genuanceerder beeld over de uiteindelijke 
effectiviteit van netwerkactiviteiten. 
 
De aanbeveling die gedaan kan worden aan de veiligheidsregio’s is dat de samenwerkingsvorm 
inniger moet worden en er een NAO moet worden gecreëerd om zo de effectiviteit te vergroten. De 
aanbeveling die gedaan kan worden aan Defensie is om de uitwisseling tussen de OVR-en te 
bestendigen en multidisciplinaire bijeenkomsten te blijven organiseren. Tevens is het aan te bevelen 
dat elke OVR een primaire contactpersoon binnen de veiligheidsregio krijgt. 
De tendens is dat de effectiviteit en efficiëntie van netwerken steeds belangrijker wordt. Dat betekent 
dat er nog veel onderzocht kan worden. Nader onderzoek is gewenst naar verticalere netwerken waar 
meer sturing  mogelijk is, aangezien daar anders invulling wordt gegeven aan de gedragingen en 
rollen van netwerkmanagers. Daarnaast verdient het de aanbeveling om het onderzoek te richten op 
het hoofd van de veiligheidsbureaus, aangezien die meer de rol van netwerkmanager kan en mag 
vervullen. Dan kunnen de resultaten van het onderzoek ook breder toepasbaar zijn. 
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Bijlage 1 E-mail m.b.t. verzoek tot interview 
Onderwerp: interview in verband met onderzoek binnen de veiligheidsregio’s. 
 
Geachte heer / mevrouw, 
 
Mijn naam is Sebastiaan Meijs. Sinds 1999 ben ik werkzaam bij de Koninklijke Landmacht. In de 
afgelopen jaren heb ik met mijn eenheid meerdere keren stand-by gestaan voor crisisbeheersing in 
Nederland. Zodoende werd ik betrokken bij  nationale operaties en werd mijn interesse gewekt in de 
samenwerking tussen de krijgsmacht en civiele partners. Naast mijn werk als plaatsvervangend 
commandant van een transporteenheid studeer ik Managementwetenschappen aan de Open 
Universiteit. Om deze studie af te ronden, is het vanzelfsprekend om een wetenschappelijk onderzoek 
te doen in de vorm van een scriptie. Mijn onderzoek richt zich op samenwerking binnen de 
veiligheidsregio’s. Dit sluit namelijk aan bij mijn afstudeerkring waar onderzoek gedaan wordt naar de 
mechanismen die samenwerking tussen organisaties in de publieke sector bevorderen of 
belemmeren.  
 
De centrale vraag die ik heb, luidt als volgt: 
   
In welke mate dragen de samenwerkingsvormen van het netwerk en de netwerkactiviteiten van de 
officier veiligheidsregio bij aan de effectiviteit van het netwerk te weten de veiligheidsregio? 
 
Eén van de manieren om informatie te vergaren is het houden van interviews. Uw respons zal een 
belangrijke bijdrage leveren aan de beantwoording van de centrale vraag. Uw deelname aan het 
onderzoek kan interessant voor u zijn aangezien het inzicht geeft in wetenschappelijke theorieën over 
netwerken, doelen en effectiviteit. Daarnaast draagt het interview wellicht bij aan een stuk zelfreflectie.   
Ik zal binnenkort contact met u opnemen voor een afspraak. Het interview zal ongeveer 1 uur duren. 
Ik hoop dat u tijd voor mij kan vrijmaken. 
 
Met vriendelijke groet, 
 
Sebastiaan Meijs 












Introductie. Tevens vragen of het gesprek mag worden opgenomen, 
 
Samenwerkingsverband 
1. Hoe ziet het samenwerkingsverband waar de OVR in zit er uit? 
2. Wie zijn de actoren in het samenwerkingsverband van de officier veiligheidsregio? 
3. Hoe zag de netwerkstructuur van het samenwerkingsverband  in 2009 er uit en hoe ziet het er nu 
uit? 
4. Welk soort netwerk was in 2009 van toepassing en is de situatie nu? 
 
Doelen van het samenwerkingsverband 
5. Welke doelen heeft het samenwerkingsverband? 
 
Onderlinge verbanden tussen netwerkpartners in netwerken 
6. In welke  vier groepen zijn de actoren in te delen? 
7. Er zijn vier stadiums in relaties tussen partijen. Welk stadium is van toepassing? 
8. Waar kan je de actoren indelen conform onderstaand schema? 
 
                                                                           Politieke analyse netwerk 
 Wederzijds vertrouwen Geen wederzijds vertrouwen 





Aansturing en onderlinge beïnvloeding in netwerken 
9. Is het netwerk meer verticaal of horizontaal georganiseerd? 
10. Is er een centrale autoriteit? 
11. Welke machtsbronnen gebruikt een officier veiligheidsregio?  
12. Welke methoden/strategieën wendt de officier veiligheidsregio aan om een andere actor binnen 
een netwerk tot het gewenste gedrag over te halen?  
 
(Netwerk)activiteiten van netwerkmanagers 
13. Brengt de officier veiligheidsregio bepaalde doelen en middelen samen? 
14. Bemiddelt de OVR in conflicten tussen actoren? 
15. Stelt de OVR middelen beschikbaar die samenwerking bevorderen? 
16. Neemt de OVR zelf initiatieven tot gezamenlijke actie? 
17. Hanteert de OVR shocktherapieën? In deze categorie vallen voorstellen voor een ‘management 
van chaos’ wakker was en ingrepen die het opschudden van het netwerk beogen. 
18. Welke rollen heeft de OVR en welke niet? 
19. Wat doet de officier veiligheidsregio in het samenwerkingsverband? Hoe gedraagt hij zich? Wat is 
zijn bijdrage in overleggen? Pakt hij extra zaken op zoals projecten? 
20. In welke mate dragen de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit 
van het netwerk te weten de veiligheidsregio? 
Heeft u nog vragen of aanvullingen? Ik zal het verslag van dit gesprek naar u toe sturen ter controle. 
Hartelijk dank voor uw medewerking. 
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Bijlage 3 Interviewverslagen 
Bijlage 3.1 Verslag oriënterend interview 19-10-2011 OVR Noord-Holland-Noord 
Interview met 
 Majoor van Welij, officier veiligheidsregio Noord-Holland-Noord. 
 
Belangrijkste conclusies/opmerkingen: 
 De persoonlijke kwaliteiten van de officier veiligheidsregio zijn zeer belangrijk. Hij moet in het 
bezit zijn van "antennes", sensitiviteit en met meerdere niveaus kunnen communiceren.  
Daarnaast moet hij/zij mensen kunnen linken. Let op: verschillende persoonlijkheden kunnen 
zorgen voor bias in het onderzoek. Vandaar het vergroten van de steekproef om het te middelen. 
 Per veiligheidsregio is de functie acceptatie en de invulling anders. 
 Er zijn nog steeds veel verschillen tussen de veiligheidsregio's. Bij sommige is nog een 
stammenstrijd gaande. 
 Het LOCC in Driebergen kan objectief kijken naar de verschillende veiligheidsregio's. Zij verdelen 
de schaarse middelen in de warme fase. 
 Uitleg verschillende GRIPS. 
 Het verschil tussen de koude en de warme fase. Vanaf grip 2 heeft defensie een rol. 
 Belangrijk voor scriptie: concentreren op koude fase i.v.m. stabiliteit en beter onderzoekbaar. Een 


























Actiecentrum inclusief lso’s. 
















Veiligheidsbureau o.l.v. directeur met brandweer, 
GHOR, Politie, meldkamer en officier 
veiligheidsregio (3/4 dagen in de week) 
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Bijlage 3.2 Verslag oriënterend interview 19-10-2011 Hoofd bureau NatOps 43 Mechbrig 
Interview met: 
 Luitenant-kolonel Wiersma, Hoofd bureau Nationale operaties 43ste Gemechaniseerde Brigade 
 
Belangrijkste conclusies/opmerkingen:  
 
 De Lkol Wiersma heeft diverse functies binnen NatOps bekleed voordat hij hoofd bureau NatOps 
43 Mechbrig werd. Naast zijn ruime ervaring heeft ook een Master in crisisbeheersing afgerond. 
 Zijn primaire taak is het begeleiden van de officieren veiligheidsregio. De OVR-en moeten ervoor 
zorgen dat op de juiste plaats en tijd de juiste hoeveelheid middelen en personeel van Defensie 
staan als er sprake is van een crisis of ramp in een van de veiligheidsregio’s. Daarnaast 
coördineert Lkol Wiersma militaire bijstand en ontwikkeld hij een netwerk op het bestuurlijke en 
directieniveau binnen de veiligheidsregio’s in samenspraak met C-RMC Noord. Hij heeft contacten  
met het directieniveau en het bestuurlijk niveau met vier van de negen veiligheidsregio’s. C-RMC 
Noord houdt contact met de andere 5 veiligheidsregio’s.  
 De OVR moet zijn positie binnen de veiligheidsregio veiligstellen maar daarnaast moet hem een 
belangrijke positie worden gegund binnen de veiligheidsregio zodat hij zijn werk optimaal kan 
doen. 
 Er zijn soms grote belangentegenstellingen die leiden tot spanningsvelden tussen de operationele 
diensten onderling en tussen de operationele diensten en het bestuur. 
 De OVR zit 3 van de 5 dagen op de locatie van de veiligheidsregio. De twee andere dagen zit hij 
bij 43 Mechbrig om ervaring en kennis te delen en feeling te houden met de defensieorganisatie. 
 Indien de OVR niet de juiste competenties heeft vernield hij meer dan hij opbouwt. Hij moet zacht 
op de man zijn, maar hard op de inhoud en zodoende doelgericht de positie van Defensie 
veiligstellen en anderzijds draagvlak behouden. 
 De OVR is de punt van het zwaard van Defensie. 
 Benadruk de koude fase omdat daar de meeste verschillen in zitten. 
 Het idee van de veiligheidsregio’s is afkomstig van het Huis van Thorbecke. 





Bijlage 3.3 Verslag oriënterend interview 24-10-2011 Hoofd bureau NatOps 13 Mechbrig 
Interview met: 
 Luitenant-kolonel Backus, Hoofd bureau Nationale operaties 13 Mechbrig. 
Belangrijkste conclusies/opmerkingen:  
 Per veiligheidsregio kan het niveau en/of de functionaris die de OVR aanstraalt verschillen. 
 Per veiligheidsregio verschillen de organisatievormen en de verschillende fora waar de OVR in zit. 
 In regio zuid zijn alle OVR-en goed ingebed in veiligheidsregio’s. 
 Tip: voorbeeldvraag voor interview: Kent u de officier veiligheidsregio? 
 Kijk goed naar de fair share. Zijn er extra taken toebedeeld in de koude fase aan de OVR? Dit 
heeft een zeer positief effect op de positie van en draagvlak voor de OVR. 
 Rol officier veiligheidsregio: militaire adviseur en defensievertegenwoordiger. 
 Grote onbekende: wat gebeurt er met de veiligheidsregio’s als er straks nog maar 10 politieregio’s 
zijn? 
 Aan te raden contactpersoon: Dhr. Ronald Lucardi-> senior inspecteur IOOV. (in zake civiel-
militaire samenwerking in de VR’s) 
 Elkaar kennen: vergroot effectiviteit. 1 OVR altijd bereikbaar en beschikbaar of 1 van zijn 
reservisten. 
 OVR neerzetten waar hij het meest effectief kan zijn binnen de calamiteiten/crisisstructuur 
van/voor de veiligheidsregio. 
 1-10-2010: de nieuwe wet veiligheidsregio’s van toepassing. 
 Koude fase: andere organisatiestructuren terwijl bij de warme fase dezelfde structuur ROT. 
 De Luitenant-kolonel Backus vindt dat de operationeel leider multidisciplinair moet zijn en/of 
ontkleurd. Dit is nog niet bij alle veiligheidsregio’s het geval. 
 De overheid wil meer zelfredzaamheid ontwikkelen bij de burgers. 
 Opzoeken auteurs:  
o Quarantelly: waar crisisbeheersing aan moet voldoen. 
o Wildafsky: inzake veerkracht burger. 
 Tip: iemand tekstueel de scriptie laten nakijken bijvoorbeeld een docent Nederlands. 





Bijlage 3.4 Verslag interview 15-11-2011 Amsterdam-Amstelland 
Gezamenlijk interview met: 
 Majoor Freek Drenth, officier veiligheidsregio (OVR) Amsterdam-Amstelland. 
 Doeke van der Kooij, medewerker voorbereiding crisisbeheersing en voorbereiding Brandweer 




1. Hoe ziet het samenwerkingsverband waar de OVR in zit er uit? 
 
De OVR is niet ondergebracht in het veiligheidsbureau maar in de zuil van de brandweer. De 
coördinerende rol in het netwerk lag namelijk vanaf het begin bij de brandweer. Zijn primaire 
contactpersoon is dhr. van der Kooij. Dit is historisch zo gegroeid omdat er nog geen 
veiligheidsbureau was toen de OVR werd aangesteld in 2007. Het veiligheidsbureau is er pas sinds 
2008 en die heeft dat niet geprobeerd dat te herstellen. Het veiligheidsbureau houdt zich meer bezig 
met het bestuurlijke niveau dan het praktische niveau. Praktische zaken worden naar de pijlers van de 
brandweer, politie, GHOR et cetera geduwd.  Het veiligheidsbureau verschilt met die van de overige 
veiligheidsregio’s omdat ze bij andere veiligheidsbureaus meer praktisch bezig zijn bijvoorbeeld met 
multidisciplinair oefenen. 
 
2. Wie zijn de actoren in het samenwerkingsverband van de officier veiligheidsregio? 
De actoren zijn: 
 Veiligheidsbureau 
 Brandweer: 
o contactpersoon algemene zaken 
o contactpersoon opleiding en training 
 Politie: contactpersoon opleiden en trainen tevens Conflict en CrisisBeheersing (CCB). 
 GHOR: contactpersoon opleiding en training 
 Regionaal team multidisciplinair trainen en oefenen (RTMOTO) 
 Ambtenaren van diverse gemeentes 
 RMC West 
 Collega’s Defensie 
 
3. Hoe zag de netwerkstructuur van het samenwerkingsverband  in 2009 er uit en hoe ziet het er nu 
uit? 
Tot drie november 2011 was er sprake van een netwerkmodel. Nu vindt er een verschuiving plaats 
naar het shared service center model bijvoorbeeld bij het RTMOTO (regionaal team multidisciplinair 
trainen en oefenen) die 1 dag in de week bij elkaar komen. 
 
4. Welk soort netwerk was in 2009 van toepassing en is de situatie nu? 
In 2009 was het informatieve netwerk van toepassing. Nu zie je een voorzichtige verschuiving naar 
een ontwikkelende netwerk om te kijken of er meer samenwerkingsverbanden mogelijk zijn. Maar het 






Doelen van het samenwerkingsverband 
5. Welke doelen heeft het samenwerkingsverband? 
Het doel van het samenwerkingsverband  is om de samenwerking vloeiend te laten verlopen als er 
problemen zijn. Er worden van te voren afspraken gemaakt en men leert elkaars gereedschapskistje 
kennen. Eventuele gevoeligheden worden onderkend en mogelijkheden worden besproken. Door te 
richten op de productdoelen worden uiteindelijk ook gemeenschapsdoelen en outputdoelen bereikt. 
Onderlinge verbanden tussen netwerkpartners in netwerken  
6. In welke  vier groepen zijn de actoren in te delen: opdrachtgevers en agents; primaire financiers 
en toezichthouders; NOA ( Network Administrative Organization) en lid organisaties?  
In het netwerk zijn de meeste actoren lid organisaties. Er is geen sprake van een NOA. Tevens zijn er 
geen primaire financiers en toezichthouders. Wel zijn er opdrachtgevers zoals het veiligheidsbureau 
(alleen als er behoefte is, niet structureel) en hoofd bureau NatOps 11 Lmb. 
7. Er zijn vier stadiums in relaties tussen partijen. Welk stadium is van toepassing? 
De partijen weten van elkaars bestaan en weten de zakelijke mogelijkheden. Langzamerhand komen 
gesprekken op gang om te kijken in welke mate ze zaken kunnen uitwisselen. Maar het blijft een 
moeilijk proces. 
8. Waar kan je de actoren indelen conform onderstaand schema? 
 
                                                                           Politieke analyse netwerk 
 Wederzijds vertrouwen Geen wederzijds vertrouwen 





Er is sprake van wederzijds vertrouwen. Echter de verwachtingen zijn niet altijd gelijk. De civiele 
partners willen structurele oplossingen maar die mag Defensie niet bieden. De weerstand tegen 
Defensie ebt weg en de contacten worden beter. 
 
Aansturing en onderlinge beïnvloeding in netwerken  
9. Is het netwerk meer verticaal of horizontaal georganiseerd? 
Het netwerk is meer horizontaal georganiseerd. 
 
10. Is er een centrale autoriteit? 
Er is geen centrale autoriteit in het netwerk. 
 
11. Welke machtsbronnen gebruikt een officier veiligheidsregio?  
De OVR gebruikt deskundigheid en informatiemacht ook dankzij zijn werkverleden. Daarnaast heeft hij 
ook in zekere beslissingsmacht aangezien hij het doorslaggevend advies geeft aan zijn hoger niveau 
als een aanvraag op een grensgebied zit van wel of niet kunnen. 
 
12. Welke methoden/strategieën wendt de officier veiligheidsregio aan om een andere actor binnen 
een netwerk tot het gewenste gedrag over te halen?  
De OVR gebruikt strategieën gebaseerd op het veranderen van percepties door middel van: 
informatie-uitwisseling (deskundigheidsmacht) en het doen van aanbevelingen 
(deskundigheidsmacht). Door de jarenlange ervaring van de OVR binnen Defensie weet hij waar hij 
moet zijn voor zaken. 
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(Netwerk)activiteiten van netwerkmanagers 
13. Brengt de officier veiligheidsregio bepaalde doelen en middelen samen? 
Ja. Hij probeert het proces te begeleiden en in goede banen te sturen. Hij probeert dus niet alleen als 
doorgeefluik te fungeren. 
 
14. Bemiddelt de OVR in conflicten tussen actoren? 
Ja, een voorbeeld daarvan is een conflict over wie de brandweer moet leveren op 5 mei bij een 
helikopterlandingsplaats. 
 
15. Stelt de OVR middelen beschikbaar die samenwerking bevorderen? 
Ja, hij biedt militaire locaties bijvoorbeeld het marine etablissement aan waar lezingen en 
demonstraties kunnen worden gehouden maar ook als er calamiteiten zijn. 
 
16. Neemt de OVR zelf initiatieven tot gezamenlijke actie? 
Ja, een voorbeeld daarvan zijn het geven van lezingen. En vervolgens zegt hij tegen het aanwezige 
publiek dat hij ook aan andere mensen uit hun netwerk lezingen kan geven. 
 
Opmerking OVR: er zit een stijgende lijn in bovenstaande zaken sinds 2009 omdat er ook meer 
bekendheid aan wordt gegeven. Er zijn meer activiteiten en de mogelijkheden van Defensie zijn 
bekender. Een paar jaar geleden werd Defensie alleen in geval van uiterste nood bij het proces 
betrokken. Maar nu gebeurt dat al in de voorbereidingsfase. Dit komt onder andere door een toename 
van gezamenlijke inzetten. Maar er moet wel vertrouwen zijn. Dat groeit wel. 
17. Hanteert de OVR shocktherapieën? In deze categorie vallen voorstellen voor een ‘management 
van chaos’ wakker was en ingrepen die het opschudden van het netwerk beogen. 
Nee 
 
18. Welke rollen heeft de OVR en welke niet? 
 Organisator. Ja 
 Stimulator. Nee, want dat kan te bedreigend worden opgevat. 
 Makelaar. Ja. Is wel een lang proces. Na twee/drie jaar komt dat los omdat men eerst de kat uit de 
boom kijkt. 
 Richtinggever. Nee, meer volgend. Want als je te dominant optreedt dan kunnen mensen zich 
bedreigd voelen. 
 Leider. Nee, dat hoort niet bij de rol. 
19. Wat doet de officier veiligheidsregio in het samenwerkingsverband? Hoe gedraagt hij zich? Wat is 
zijn bijdrage in overleggen? Pakt hij extra zaken op zoals projecten? 
Slim kijken en vriendelijk lachen. Hij is niet 1 van de hoofdrolspelers en mag geen processen 
overnemen. Hij probeert zoveel mogelijk in te brengen en adviezen te geven. De rol is ook 
ondankbaar en je moet het rustig aan doen. Hij heeft een tweetal wekelijkse vergaderingen. 
Daarnaast gaat hij bij organisaties kijken en neemt zelf ook mensen mee. De OVR betrekt collega’s 
van Defensie bij zijn werk, indien zij meerwaarde hebben. Hij moet putten uit het netwerk. Dit is een 
vorm van activatie/connecting. Framing is niet van toepassing op de OVR aangezien hij meer op de 
achtergrond staat in het civiele netwerk. Framing zal niet ook niet worden geaccepteerd door de 
civiele partners. Er zijn weinig regels maar dat heeft ook weer te maken met de lichte netwerkvorm. Hij 
kan geen commitment afdwingen en ook geen process agreements bepalen. Hij wordt er zo bij 
gevraagd maar ook zo weer weggestuurd. Hij doet wel veel aan synthesizing/exploring content door 
het houden van workshops en lezingen.  
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20. In welke mate dragen de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit 
van het netwerk te weten de veiligheidsregio? 
De OVR is best wel gebonden met handen en voeten in zijn rol. De bijdrage aan de effectiviteit van 
het netwerk ligt in het feit dat de officier veiligheidsregio een groot netwerk heeft waar de  
veiligheidsregio gebruik van kan maken. Dit ligt met name op het feit dat de OVR ook in andere 
veiligheidsregio’s kijkt en overlegt met zijn collega’s OVR-en. Daarnaast heeft de OVR een grote mate 
van deskundigheid en informatie over de militaire organisatie die toch een landelijke organisatie is. 




Bijlage 3.5 Verslag interview 21-11-2011, hoofd bureau NatOps 11 Lmb. 
Interview met: 




1. Hoe ziet het samenwerkingsverband waar de OVR in zit er uit? 
Elke veiligheidsregio is weer anders georganiseerd en heeft dus een andere netwerkstructuur en mate 
van uitwisseling. Men zit in verschillende overleggen. Motto: Elke veiligheidsregio en elke OVR is 
anders.  Het is een kwestie van maatwerk. Maar de OVR neemt geen processen over. Dat is ook de 
richtlijn C-LAS. De OVR moet meepraten als structureel partner i.p.v. structureel vangnet. Nog niet 
alle VRs voldoen volledig aan de Wet op de VR. Zaanstreek-waterland is ook pas net bezig terwijl 
Rotterdam-Rijnmond veel verder is. 
 
Doelen van de OVR 
 
2. Welke doelen heeft de OVR? 
De OVR stelt zijn eigen doelen. Hij is wel de liaison van Defensie. De OVR-en moeten meedenken 
over de risicoanalyses en risico-plannen. Zij moeten gebeld worden vanaf grip 2. Wat ze daarnaast 
doen is afhankelijk van de geboden mogelijkheden. 
 
Aansturing en onderlinge beïnvloeding in netwerken 
 
3. Welke invloedbronnen gebruikt een officier veiligheidsregio? 
De OVR moet erkend en gewaardeerd worden. De overige partijen moeten de OVR ontdekken 
voordat die macht kan hebben. Als je in de veiligheidsregio zit heb je macht. Maar eigenlijk moet je 
niet denken in macht. Wel in kennis en kunde. 
 
4. Welke methoden/strategieën wendt de officier veiligheidsregio aan om een andere actor binnen 
een netwerk tot het gewenste gedrag over te halen?  
Zijn vak is het veranderen van percepties. Zij moeten goed kunnen praten en geen dingen beloven die 
ze niet waar kunnen  maken. Zij moeten via verschillende manieren hun doelen kunnen bereiken en 
elke kans pakken. Het gaat om proactief kansen te ontdekken en te benutten. 
 
(Netwerk)activiteiten van netwerkmanagers 
 
5. Brengt de officier veiligheidsregio bepaalde doelen en middelen samen? 
Ja, natuurlijk. Het doel is de veiligheidsregio helpen met onze middelen. Het betreft hier niet alleen 
hardware (icms middelen) maar m.n. ook cognitieve capaciteiten zoals C2 Logost, NEC, 
voortzettingsvermogen, resource management en dergelijke. 
 
6. Bemiddelt de OVR in conflicten tussen actoren? 
In principe niet. Het zou niet verstandig zijn. 
 
7. Stelt de OVR middelen beschikbaar die samenwerking bevorderen? 
Ja. Een voorbeeld daarvan is een CP die uitgebracht is in Kennemerland. 
 
8. Neemt de OVR zelf initiatieven tot gezamenlijke actie? 





9. Hanteert de OVR shocktherapieën? In deze categorie vallen voorstellen voor een ‘management 
van chaos’ wakker was en ingrepen die het opschudden van het netwerk beogen. 
Nee, het zijn karduwers i.p.v. kartrekkers. Ander ben je meteen uitgespeeld. 
 
10. Welke rollen heeft de OVR en welke niet? 
 Organisator: in principe niet. Het kan niet zo zijn dat hij de leider is van een project. 
 Stimulator: ja. 
 Makelaar: ja. 
 Richtinggever: met mate, geen betweter zijn. 
 Leider: nee. 
 
11. Wat doet de officier veiligheidsregio in het samenwerkingsverband? Hoe gedraagt hij zich? 
De OVR moet voldoen aan de volgende competenties: persoonlijkheid hebben, integriteit, doelgericht, 
coachen opleider-trainer, communiceren, presenteren, klantgerichtheid, samenwerken, initiatief tonen, 
netwerken. Meer stimuleren als activeren. De enige die hij kan activeren zijn de collega’s van 
Defensie. Hij kan tijdens de vergadering op woensdag zijn collega’s kruis bestuiven. Er wordt niet 
geframed in de veiligheidsregio maar wel binnen het defensienetwerk. Zij proberen wel mensen te 
mobiliseren. Synthesizing d.w.z. het uitwisselen van informatie is hun hoofdtaak. Zij creëren geen ad-
hoc organisaties binnen de veiligheidsregio. De OVR blijft wel van Defensie. Teveel integreren met de 
VR is ook niet goed ook gezien het kostenplaatje. De intellectuele bagage en het inlevingsvermogen 
van de OVR zijn heel belangrijk. 
12. In welke mate dragen de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit 
van het netwerk te weten de veiligheidsregio? 
Het belang is dat Defensie goed wordt vertegenwoordigd binnen de veiligheidsregio. Het zou de vijfde 
kolom moeten zijn in de veiligheidsregio. De middelen en het personeel van Defensie moeten zo goed 
mogelijk worden gebruikt. Defensie moet goed worden vertegenwoordigd en de meerwaarde van 
Defensie moet duidelijk zijn. Het doel van de OVR is het verbeteren van de effectiviteit van het 
netwerk. Cognitieve en organisatorisch vaardigheden van de OVR zijn handig voor de 
veiligheidsregio. Het netwerk van de OVR heeft meerwaarde voor de veiligheidsregio. Dit komt ook 




Bijlage 3.6 Verslag interview 23-11-2011 OVR Zaanstreek-Waterland 
Interview met: 
 Majoor Hans van Gils, officier veiligheidsregio (OVR) Zaanstreek-Waterland sinds januari 2011. 
Samenwerkingsverband 
1. Hoe ziet het samenwerkingsverband waar de OVR in zit er uit? 
De OVR is ondergebracht in het veiligheidsbureau. Echter dat is pas sinds januari 2011. Daarvoor 
was er geen OVR in Zaanstreek-Waterland. Dat had twee redenen. Enerzijds had Zaanstreek-
waterland niet echt behoefte aan een officier veiligheidsregio. Anderzijds had Defensie moeite om de 
vacature te vullen. De nadruk lag eerst bij de belangrijkste veiligheidsregio’s. Er was wel een reservist 
OVR (Jan van Veen) actief in de veiligheidsregio echter die kreeg niet echt voet aan de grond in 2009-
2010.   
Het veiligheidsbureau heeft aan het hoofd een hoofd veiligheidsbureau. Er zitten een aantal 
medewerkers in van de verschillende kolommen (politie, brandweer, GHOR, gemeenten en Defensie) 
die daar op deeltijdbase in zitten. Zijn primaire contactpersoon binnen Zaanstreek-Waterland is de 
coördinator van het veiligheidsbureau te weten Dhr. P. van der Kam. 
Opm: De OVR is geen projecteigenaar! Altijd 2
de
 man.  
Opm: er is te weinig budget in de veiligheidsregio om kwaliteit te krijgen dus vandaar wil Zaanstreek-
Waterland samenwerken of zelfs samengaan met andere veiligheidsregio’s. 
 
2. Wie zijn de actoren in het samenwerkingsverband van de officier veiligheidsregio? 





 Ketenpartners zoals Liander, ziekenhuizen etc. 
 veiligheidsbureaus van de omliggende regio’s 
 Landelijk platform regionaal risicoprofiel 
 RMC West 
 Collega’s Defensie 
 
3. Hoe zag de netwerkstructuur van het samenwerkingsverband  in 2009 er uit en hoe ziet het er nu 
uit? 
Er is sprake van het shared service center want er worden diensten en ambtenaren samengevoegd in 
1 organisatie conform de wet veiligheidsregio’s. 
 
4. Welk soort netwerk was in 2009 van toepassing en is de situatie nu? 
Er is nu sprake van een outreachnetwerk waarbij men de ambitie heeft om naar een actie netwerk te 
gaan. Over 2009 kan ik weinig zeggen. 
Doelen van het samenwerkingsverband 
5. Welke doelen heeft het samenwerkingsverband? 
Ze hebben niet direct een doel. Ze hebben wel taken. Het streven is om zoveel mogelijk 
multidisciplinair te blijven. Zo breed mogelijk de samenwerking en facilitair te zijn. Bijdrage aan het 
beleid, opleiden en trainen en gemeenschappelijke faciliteiten. Maar ook een rol in de warme fase.  
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Onderlinge verbanden tussen netwerkpartners in netwerken  
6. In welke  vier groepen zijn de actoren in te delen: opdrachtgevers en agents; primaire financiers 
en toezichthouders; NOA ( Network Administrative Organization) en lid organisaties?  
In het netwerk zijn de meeste actoren lid organisaties. Er is sprake van een NOA. Tevens zijn er geen 
primaire financiers en toezichthouders. Wel zijn er opdrachtgevers zoals het veiligheidsbureau (alleen 
als er behoefte is, niet structureel) en hoofd bureau NatOps 11 Lmb. 
 
7. Er zijn vier stadiums in relaties tussen partijen. Welk stadium is van toepassing? 
De kolommen (brandweer, gemeenten, politie en GHOR) weten elkaar blindelings te vinden. De 
overige partners praten wel met elkaar maar nog niet iedereen heeft zakelijke overeenkomsten. 
 
8. Waar kan je de actoren indelen conform onderstaand schema? 
 
Politieke analyse netwerk 
 Wederzijds vertrouwen Geen wederzijds vertrouwen 





Er is sprake van wederzijds vertrouwen. Er wordt vriendschappelijk met elkaar om gegaan. Er zijn 
best wel eens tegenovergestelde visies. Maar dat is binnen ook de enkele kolom. Men is bereid om 
elkaar te helpen.  
 
Aansturing en onderlinge beïnvloeding in netwerken  
9. Is het netwerk meer verticaal of horizontaal georganiseerd? 
Het veiligheidsbureau is meer horizontaal georganiseerd. Het veiligheidsbureau is plat m.u.v. het 
hoofd veiligheidsbureau die de medewerkers beoordeelt. In het MOTO-overleg is wel sprake van 
hiërarchie. 
 
10. Is er een centrale autoriteit? 
Ja, het hoofd veiligheidsbureau te weten dhr. van der Kam. 
 
11. Welke machtsbronnen gebruikt een officier veiligheidsregio?  
Hij kan hem belonen door respect te tonen en hun te complimenteren. Zeker voor hun expertise. Maar 
hij is geen leider. De OVR gebruikt deskundigheid en informatiemacht ook dankzij zijn expertise. 
Expertise is 1 van de belangrijkste zaken. 
 
12. Welke methoden/strategieën wendt de officier veiligheidsregio aan om een andere actor binnen 
een netwerk tot het gewenste gedrag over te halen?  
Het gebruik van voorbeeldgedrag. 
 
(Netwerk)activiteiten van netwerkmanagers 
 
13. Brengt de officier veiligheidsregio bepaalde doelen en middelen samen? 
Ja. Hij werkt vaak mee aan een doel. En daarin breng je doelen en middelen samen. 
 
14. Bemiddelt de OVR in conflicten tussen actoren? 





15. Stelt de OVR middelen beschikbaar die samenwerking bevorderen? 
Ja, maar dat was in Noord Holland (MOB complex als oefenlocatie voor de brandweer)   
16. Neemt de OVR zelf initiatieven tot gezamenlijke actie? 
Ja, een voorbeeld daarvan is dat de OVR elke maand een gesprek heeft met het hoofd 
veiligheidsbureau. De vraag die dan centraal staat is: waar staan we en waar willen we heen? De 
majoor is naar en vergadering geweest van het landelijk platform. Hij heeft daar een verslag van 
gemaakt en doet voorstellen richting zijn hoofd veiligheidsregio. 
 
17. Hanteert de OVR shocktherapieën? In deze categorie vallen voorstellen voor een ‘management 
van chaos’ wakker was en ingrepen die het opschudden van het netwerk beogen. 
Nee. Hij brengt ideeën heel subtiel in. Hij gebruikt positieve manipulatie. Het is ook niet zijn plek in het 
geheel. 
 
18. Welke rollen heeft de OVR en welke niet? 
 Organisator. Nee, maar in het proces wel weer initiatief tonen. 
 Stimulator. Nee. Maar binnen de groep OVR-en wel. 
 Makelaar. Wij spelen de tweede viool. Heel veel zaken gaan ons niks aan. Ja, maar wel vanaf de 
zijlijn beïnvloeden.  
 Richtinggever. Nee, zet geen koers uit. 
 Leider. Nee, dat hoort niet bij de rol. Soms wel als plaatsvervanger. 
 
19. Wat doet de officier veiligheidsregio in het samenwerkingsverband? Hoe gedraagt hij zich? Wat is 
zijn bijdrage in overleggen? Pakt hij extra zaken op zoals projecten? 
Hij stuurt vanaf de zijlijn en probeert zo mensen te betrekken. Als tweede man van een project kan hij 
wel meer zaken oppakken en mensen te sturen. In principe activeert de projectleider mensen. Maar 
als die er niet is dan doet hij dat. De collega’s van Defensie kan hij wel zonder probleem activeren. Hij 
maakt geen afspraken over netwerkwaarden. Hij sluit slechts aan. Hij probeert commitment te 
generen door voorwerken en positief te manipuleren. Je kunt niet je einddoel bereiken zonder zaken 
op elkaar af te stemmen en dus is synthesizing belangrijk. Maar Rome is niet op 1 dag gebouwd. 
Beter met z’n alle een 7 als dat 1 iemand die achterblijft. Maar sommigen willen toch te hard gaan. 
Informatiewisseling is cruciaal. Hij probeert wel ad hoc projectorganisaties te maken. Daar is hij super 
goed in. Hij initieert een permanente projectgroep regionaal risicoprofiel waar verschillende spelers in 
zitten. Maar het hoofd veiligheidsbureau is diegene die dat goedkeurt en ondersteunt. De OVR is ook 
een O&T werkgroep gestart. 
  
20. In welke mate dragen de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit 
van het netwerk te weten de veiligheidsregio? 
Alle handjes zijn welkom. Ze hebben namelijk veel werk door hun ambitieniveau. Je bent wel volledig 
volwaardig medewerker. Het is een waardevolle aanvulling. 10 % deskundigheid defensie maar juist 
opleiden en trainen, analyserend vermogen, organisatorisch vermogen. Iedereen heeft zijn eigen 
netwerk binnen het veiligheidsbureau dus daar gebruikt men van elkaar. Want zij zitten ook in 
projecten over de grenzen. Maar het netwerk van de OVR is zeker waardevol. Het is echter niet 




Bijlage 3.7 Verslag interview 30-11-2011 senior beleidsmedewerker Rotterdam-Rijnmond 
Interview met: 
 Dhr. Uithol, senior beleidsmedewerker afdeling Risico- en Crisisbeheersing (R&C) 
Veiligheidsregio Rotterdam-Rijnmond, tevens 1
ste
 aanspreekpunt voor de Majoor Vegelin. 
 
Samenwerkingsverband 
1. Hoe ziet het samenwerkingsverband waar de OVR in zit er uit? 
De OVR zit in de multidisciplinaire afdeling Risico- en Crisisbeheersing als volwaardig teamlid. Je kunt 
het R&C vergelijken met een veiligheidsbureau met daarin wel vaste medewerkers. Hij is daar 1 a 2 
dagen in de week. Dat is voldoende gezien de hoeveelheid werkzaamheden. Daarnaast is hij vast lid 
in het team OTO (opleiden, trainen en oefenen) die 1 dag in de week samenkomen. Daarbuiten heeft 
de OVR contacten met verschillende actoren zoals het havenbedrijf en pakt hij ad hoc klussen aan. Hij 
doet veel aan promotieactiviteiten. Echter het takenpakket blijft wel zuiver omdat de afdeling risico- en 
crisisbeheersing niet wil dat de OVR voor taken wordt ingezet die niets met civiel-militaire 
samenwerking te maken hebben. Hij heeft veel contact met de havendienst en de politie gezien de 
haven van Rotterdam. Het is handig daarbij dat hij van de Marine is. De afdeling R&C valt onder de 
veiligheidsdirectie. 
2. Wie zijn de actoren in het samenwerkingsverband van de officier veiligheidsregio? 
De actoren zijn: 
Intern:  
 Afdeling R&C 







 Politie (zeer goede contacten met ondersteuningen) 
 Gemeentes 
De Maj Vegelin koppelt altijd terug met dhr. Uithol inzake zijn contacten. 
3. Hoe zag de netwerkstructuur van het samenwerkingsverband in 2009 er uit en hoe ziet het er nu 
uit? 
Het netwerk is sinds jaren een shared service center. Iedereen is in dienst van de veiligheidsregio. 
Twee belangrijke spelers te weten het havenbedrijf en de politie zitten daar echter niet bij. 
 
4. Welk soort netwerk was in 2009 van toepassing en is de situatie nu? 
Het netwerk is sinds een aantal jaren een actie-netwerk. Het netwerk is multidisciplinair en iedereen 
wordt vanaf het begin bij elkaar getrokken vanuit de kolommen om een gezamenlijk plan te maken. 
Doelen van het samenwerkingsverband 
5. Welke doelen heeft het samenwerkingsverband?                                                                            
De capaciteit zo efficiënt en zo effectief mogelijk benutten want de wet schrijft dat voor. 
Onderlinge verbanden tussen netwerkpartners in netwerken  
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6. In welke vier groepen zijn de actoren in te delen: opdrachtgevers en agents; primaire financiers en 
toezichthouders; NOA ( Network Administrative Organization) en lid organisaties?  
 Opdrachtgevers: de algemene directeur. 
 Primaire financiers: dat is zeer complex en divers. Het grootste gedeelte komt van de rijksoverheid 
en een gedeelte van de gemeentes. 
 NAO: 1 voorzitter met een secretariaat. 
 De overige organisaties zijn lid-organisaties. 
7. Er zijn vier stadiums in relaties tussen partijen. Welk stadium is van toepassing? 
De keypartners kunnen elkaar blindelings vinden door de langdurige samenwerking. In een aantal 
gevallen zijn er convenanten en contracten. De overige partijen zijn in gesprek met elkaar. 
8. Waar kan je de actoren indelen conform onderstaand schema? 
 
                                                                           Politieke analyse netwerk 
 Wederzijds vertrouwen Geen wederzijds vertrouwen 





Er is sprake van wederzijds vertrouwen. Echter zijn er niet altijd dezelfde agenda’s of zelfs dubbele 
agenda’s. Er is dus sprake van ”vrienden” en ”tegenstanders“ zoals dat in bijna alle 
samenwerkingsverbanden sprake van is. De basis is vertrouwen. 
Aansturing en onderlinge beïnvloeding in netwerken  
9. Is het netwerk meer verticaal of horizontaal georganiseerd? 
Het netwerk is meer horizontaal georganiseerd in het algemeen bij projecten. Maar er is wel sprake 
van hiërarchie binnen de gehele veiligheidsregio. 
10. Is er een centrale autoriteit? 
Ja, het hoofd van de afdeling Risico- en Crisisbeheersing. Daarboven staat de algemeen directeur. 
11. Welke machtsbronnen gebruikt een officier veiligheidsregio?  
De basis is de catalogus civiel-militaire samenwerking. De OVR heeft kennis en 
deskundigheidsmacht. Des te meer hij dat heeft des te meer voordeel dat kan brengen. Hij kan 
meedenken in de scenario’s van de veiligheidsregio’s. Daarnaast is het erg belangrijk dat hij een 
netwerk binnen en buiten Defensie heeft en veel kennis heeft over de onderdelen van Defensie. Hij 
moet een mensenmens zijn. 
12. Welke methoden/strategieën wendt de officier veiligheidsregio aan om een andere actor binnen 
een netwerk tot het gewenste gedrag over te halen?  
De OVR gebruikt zijn intermenselijke relaties. Als hij niet verder komt neemt hij weer contact op met 
Dhr. Uithol en zij kijken dan samen verder. 
(Netwerk)activiteiten van netwerkmanagers 
13. Brengt de officier veiligheidsregio bepaalde doelen en middelen samen? 
Dat is zijn primaire taak. De behoefte inschatten en dan invullen. Maar de gelegenheden zijn niet al te 
talrijk. 
14. Bemiddelt de OVR in conflicten tussen actoren? 
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Niet tussen de civiele actoren maar wel tussen civiele actoren en defensie. Een voorbeeld daarvan is 
het incident met militairen die in Vlaardingen zijn gaan oefenen zonder toestemming. De OVR moet 
vervolgens naar de burgemeester gaan om de zaak glad te strijken. 
15. Stelt de OVR middelen beschikbaar die samenwerking bevorderen? 
Ja. Een voorbeeld is dat trainingen plaatsvonden op de van Gentkazerne. 
16. Neemt de OVR zelf initiatieven tot gezamenlijke actie? 
Ja, vanuit de OTO-werkgroep. Hij organiseert zelf presentaties etc. 
17. Hanteert de OVR shocktherapieën? In deze categorie vallen voorstellen voor een ‘management 
van chaos’ wakker was en ingrepen die het opschudden van het netwerk beogen. 
Nee. 
 
18. Welke rollen heeft de OVR en welke niet? 
 Organisator. Ja, hij organiseert zelf bijeenkomsten bijvoorbeeld presentaties. 
 Stimulator. Ja, maar geen leider daarin.  
 Makelaar. Sowieso! Dat is zijn primaire rol 
 Richtinggever. Nee, minder gelegenheid daartoe.  
 Leider. Nee. Niet in de koude fase. 
 
19. Wat doet de officier veiligheidsregio in het samenwerkingsverband? Hoe gedraagt hij zich? Wat is 
zijn bijdrage in overleggen? Pakt hij extra zaken op zoals projecten? 
De OVR creëert geen projectorganisaties. Hij activeert in de volle breedte actoren binnen Defensie 
zoals andere OVR-en. Hij heeft ook zelfstandig een dag binnen Rotterdam-Rijnmond georganiseerd 
voor zijn collega OVR-en waarin diverse mensen van Rotterdam-Rijnmond een presentatie hebben 
gehouden. De OVR is volgend en stelt geen eigen regels of netwaarden op binnen het netwerk. Dat 
kan ook niet met 1 a 2 dagen in de week. Maar hij is wel 1 van ons.  Hij mobiliseert andere actoren bij 
nieuwe vraagstukken. Hij zoekt dan het overleg. Hij tast dan af wat haalbaar en handig is. Daarnaast 
doet hij veel aan informatie-uitwisseling om het proces zo soepel mogelijk te laten verlopen. Hij doet 
alles in overleg. 
 
20. In welke mate dragen de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit 
van het netwerk te weten de veiligheidsregio? 
Binnen zijn mogelijkheden, taakstelling en beperkingen draagt hij maximaal bij door: 
 Presentaties te geven 
 Deelname aan overleggen 
 Informatie te delen en te vragen 
 Actualiteit te volgen 
 Verbanden te leggen 
 Zijn deskundigheid, netwerk en kennis. Des te hoger die is des te meer profijt heeft de 
veiligheidsregio. 
 Zijn contacten met andere veiligheidsregio via zijn collega OVR-en. 
 
Algemene opmerkingen:  
 Rotterdam-Rijnmond gebruikt Defensie minimaal bij incidenten. Er is weinig ruimte voor in de 
praktijk. Belangrijk is dat de OVR lang bij de veiligheidsregio zit om een relatie op te bouwen en 
het netwerk te benutten. Ook veel ervaring en een historie van verschillende banen bij Defensie 
helpt ook. De effectiviteit van Rotterdam-Rijnmond is hoog door noodzaak.  Ze zijn vroeg 
begonnen (1995).  




Bijlage 3.8  Verslag interview OVR Rotterdam-Rijnmond 30-11-2011 
Interview met: 
 Majoor der Mariniers Vegelin, OVR Rotterdam-Rijnmond. 
 
Samenwerkingsverband 
1. Hoe ziet het samenwerkingsverband waar de OVR in zit er uit? 
Er is een convenant afgesloten met de veiligheidsregio. Daarin is bepaald dat de OVR minimaal 1 a 2 
dagen per week werkzaam is binnen de staf Risico en Crisisbeheersing. Bij calamiteiten fungeert hij 
als LSO. De overige mensen binnen de staf Risico en Crisisbeheersing hebben een vaste baan in de 
staf. Daarnaast is de OVR lid van de werkgroep OTO (Opleiden Trainen en Oefenen). Daar zitten alle 
disciplines in en die komen 1 x per week samen. Daarbij plant hij mee en faciliteert zaken. Voor hem 
is het één van de extra taken. 
 
2. Wie zijn de actoren in het samenwerkingsverband van de officier veiligheidsregio? 
De actoren zijn: 
 Staf risico-en crisisbeheersing (SRC) 
 OTO 
 Brandweer, waaronder brandweercommandanten 
 Ambtenaren van diverse gemeenten 
 Havenbedrijf waaronder de afdeling portsecurity 
 Douane 
 Politie (waaronder ondersteuning bij coldcases) 
Hij gaat dieper op het netwerk in en heeft contact met meerdere mensen binnen de disciplines. 
 
3. Hoe zag de netwerkstructuur van het samenwerkingsverband in 2009 er uit en hoe ziet het er nu 
uit? 
Het netwerk van de SRC is sinds jaren een shared service center. Het OTO is echter een 
netwerkmodel. Contacten met de politie is tevens meer in het kader van het netwerkmodel. 
 
4. Welk soort netwerk was in 2009 van toepassing en is de situatie nu? 
Het SRC netwerk is sinds een aantal jaren een actie-netwerk. Het OTO is een ontwikkelend netwerk. 
Doelen van het samenwerkingsverband 
5. Welke doelen heeft het samenwerkingsverband?                                                                             
Doel SRC: Het in kaart brengen van zoveel mogelijk risico’s en daar plannen op schrijven en met als 
doel zo snel en adequaat mogelijk op te treden.  
Doel OTO: diverse disciplines laten samenwerken. Toetsen van rampenplannen en het beoefenen 
van gemeentes. 
Onderlinge verbanden tussen netwerkpartners in netwerken  
6. In welke vier groepen zijn de actoren in te delen: opdrachtgevers en agents; primaire financiers en 
toezichthouders; NOA ( Network Administrative Organization) en lid organisaties?  
 Opdrachtgevers: de veiligheidsregio zelf en incidenteel de politie 
 Primaire financiers: hier heeft hij geen weet van. 
 NAO: 1 voorzitter met een secretariaat. 
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 De overige organisaties zijn lid-organisaties. 
 
7. Er zijn vier stadiums in relaties tussen partijen. Welk stadium is van toepassing? 
De keypartners kunnen elkaar blindelings vinden. In een aantal gevallen zijn er convenanten en 
service level agreements afgesloten. De overige partijen zijn in gesprek met elkaar. 
 
8. Waar kan je de actoren indelen conform onderstaand schema? 
 
Politieke analyse netwerk 
 Wederzijds vertrouwen Geen wederzijds vertrouwen 





Er is sprake in het SRC en het OTO van wederzijds vertrouwen en dezelfde verwachtingen. Er zijn 
geen tegenstanders of vijanden. 
Aansturing en onderlinge beïnvloeding in netwerken  
9. Is het netwerk meer verticaal of horizontaal georganiseerd? 
Het netwerk is heel horizontaal georganiseerd. Als militair moet je daar enorm aan wennen. Men is 
elkaars gelijke. 
 
10. Is er een centrale autoriteit? 
Ja, het hoofd van de afdeling crisisbeheersing. Daarboven staat de algemeen directeur. 
Het OTO heeft ook voorzitter. 
 
11. Welke machtsbronnen gebruikt een officier veiligheidsregio?  
De OVR heeft informatie en deskundigheidsmacht. 
 
12. Welke methoden/strategieën wendt de officier veiligheidsregio aan om een andere actor binnen 
een netwerk tot het gewenste gedrag over te halen?  
Door zijn expertise en kennis naar voren te brengen probeert hij de andere actor te overtuigen van de 
voordelen. De OVR gebruikt zijn intermenselijke skills om de perceptie te beïnvloeden. Een voorbeeld 
daarvan is de inzet van bergingstanks in Barendrecht. Eerst is er weerstand maar uiteindelijk ziet men 
het nut ervan in. 
(Netwerk)activiteiten van netwerkmanagers 
13. Brengt de officier veiligheidsregio bepaalde doelen en middelen samen? 
Dat is zijn primaire taak. Hij wil weten wat voor effect ze willen bereiken. Hij schat de behoefte in en 
vult vervolgens deze in. 
 
14. Bemiddelt de OVR in conflicten tussen actoren? 
Niet tussen de civiele actoren maar wel tussen civiele actoren en Defensie. Een voorbeeld daarvan is 
het incident met militairen die in Vlaardingen zijn gaan oefenen zonder toestemming. De OVR moet 
vervolgens naar de burgemeester gaan om de plooien glad te strijken. 
 
15. Stelt de OVR middelen beschikbaar die samenwerking bevorderen? 
Ja. Een voorbeeld is dat trainingen kunnen plaatsvinden op de van Gentkazerne. 
 
16. Neemt de OVR zelf initiatieven tot gezamenlijke actie? 
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Ja, vanuit de OTO-werkgroep. Hij kijkt of Defensie kan deelnemen in oefenscenario’s met mensen en 
middelen. Hij organiseert zelf presentaties etc. 
 
17. Hanteert de OVR shocktherapieën? In deze categorie vallen voorstellen voor een ‘management 
van chaos’ wakker was en ingrepen die het opschudden van het netwerk beogen. 
Nee. 
 
18. Welke rollen heeft de OVR en welke niet? 
 Organisator. Ja, hij organiseert bijvoorbeeld presentaties. Hij plant activiteiten. Bijvoorbeeld een 
dag op de kazerne voor het gehele SRC. 
 Stimulator. Ja, maar geen leider daarin. Hij stimuleert collega’s van Defensie. Hij kan heel 
enthousiast zijn. 
 Makelaar. Sowieso!  
 Richtinggever. Ja, door te zeggen: denk eens hieraan of in dat geval zouden wij dit doen.  
 Leider. Wel bij de inzet in de warme fase. Maar niet in de koude fase. Daarin moet hij echt 
voorzichtig zijn. 
 
19. Wat doet de officier veiligheidsregio in het samenwerkingsverband? Hoe gedraagt hij zich? Wat is 
zijn bijdrage in overleggen? Pakt hij extra zaken op zoals projecten? 
In de koude fase geeft hij aan met wie moet samenwerken binnen en buiten Defensie. Alleen de 
opdrachtgever is hij niet. Hij heeft geen rol in het bepalen van de regels en netwerkwaarden. Hij 
probeert het soms speels te beïnvloeden. Als mensen betrokken zijn dan probeert hij alles om het 
proces zo goed mogelijk te laten verlopen door commitment te generen. Omdat veel mensen niet 
weten wat Defensie kan probeert hij mensen bewust van Defensie te maken door informatie uit te 
wisselen. Hij start echter geen projectorganisaties. Want dat is niet zijn werk. Hij is geen projectleider 
maar wil wel assisteren. 
 
20. In welke mate dragen de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit 
van het netwerk te weten de veiligheidsregio? 
 Bekend maken mogelijkheden (middelen en kennis) van Defensie 
 Er gewoonweg bij zijn bij activiteiten. 
 Zijn deskundigheid, netwerk en kennis.  
 Zijn contacten met andere veiligheidsregio via zijn collega OVR-en. Er wordt via die weg 
informatie gedeeld.  
Rotterdam-Rijnmond is zeer ver met zijn effectiviteit door het specifieke risicoprofiel van de 
veiligheidsregio en een aantal gedreven keyspelers. Het is ook de mentaliteit. Geen woorden maar 
daden. En men staat open voor elkaar. Des te meer de OVR is ingebed in de organisatie des te meer 
kan je als OVR bereiken. Wel is het zo dat Rotterdam-Rijnmond zoveel middelen heeft dat Defensie 









Bijlage 3.9 Verslag interview OVR Haaglanden 2-12-2011 
Interview met: 
 Majoor Biesheuvel, OVR veiligheidsregio Haaglanden. 
Samenwerkingsverband 
1. Hoe ziet het samenwerkingsverband waar de OVR in zit er uit? 
De veiligheidsregio Haaglanden heeft een veiligheidsdirectie. Daaronder staan de kolommen die 
monodisciplinair zijn. Eind volgend jaar wil men een veiligheidsbureau creëren die de vier kolommen 
samenbrengt. De brandweer heeft de GHOR binnen getrokken. Bij de brandweer zijn flexplekken 
waar de majoor Biesheuvel gebruik van kan maken. Hij is niet ondergebracht in een kolom. Hij heeft 
ook geen primaire contactpersoon binnen de veiligheidsregio waar hij op terug kan vallen. Wel heeft 
hij diverse contactpersonen binnen de kolommen waaronder een programmamanager van de 
brandweer. Daarnaast heeft hij contact met de algemeen secretaris van de Veiligheidsregio 
Haaglanden. De majoor Biesheuvel neemt deel aan twee projecten als agenda lid: projectgroep 
multidisciplinaire informatiemanagement (netcentrisch werken) en de projectgroep regionaal 
crisisplan. Aan de laatste projectgroep neemt hij actiever aan deel. Er is ook een MOTO 
(Multidisciplinair Opleiden Trainen en Oefenen. Echter dat is op woensdag en dat komt niet uit in 
verband met de vergadering van de OVR-en op woensdag. Hij krijgt nu de vergaderverslagen 
toegestuurd. 





 Projectgroep multidisciplinaire informatiemanagement 
 Projectgroep regionaal crisisplan 
 RMC West 
 Collega’s Defensie 
 Waterschap Delfland 
 Rode Kruis 
 Provincie 
 
3. Hoe zag de netwerkstructuur van het samenwerkingsverband in 2009 er uit en hoe ziet het er nu 
uit? 
Het zijn individuele organisaties die met monodisciplinaire zaken bezig zijn. Ze werken alleen samen 
als ze opdracht daartoe krijgen of als ze zelf de voordelen ervan zien. Er is sprake van een 
afwachtende houding. Kortom is er sprake van een beginnend netwerkmodel. 
 
4. Welk soort netwerk was in 2009 van toepassing en is de situatie nu? 
Er wordt informatie uitgewisseld daar waar mogelijk en men probeert samen strategieën te 
ontwikkelen. Er wordt wat meer structuur getracht te krijgen in het MOTO. Het is een informatief 
netwerk wat richting ontwikkelend netwerk en outreach netwerk heen wil gaan. 
Doelen van het samenwerkingsverband 
5. Welke doelen heeft het samenwerkingsverband? 
Rotterdam-Rijnmond is het voorbeeld. Maar men verwacht dat er meer gaat worden samengewerkt 
met andere veiligheidsregio’s. Misschien is er zelfs sprake van samenvoeging. En dat brengt 




Onderlinge verbanden tussen netwerkpartners in netwerken  
6. In welke vier groepen zijn de actoren in te delen? 
Het zijn allemaal lid organisaties. Er is geen sprake van een NAO. Van bovenaf is er weinig sturing. 
 
7. Er zijn vier stadiums in relaties tussen partijen. Welk stadium is van toepassing? 
De partijen zijn met elkaar in gesprek. Maar ze zijn nog aan het aftasten. De mate van samenwerking 
kan echter veel groter zijn. 
 
8. Waar kan je de actoren indelen conform onderstaand schema? 
 
Politieke analyse netwerk 
 Wederzijds vertrouwen Geen wederzijds vertrouwen 





Er is onderling vertrouwen. De politie en brandweer zitten meer op 1 lijn met de OVR. Zij zien 
Defensie als een welkome bijdrage. De GHOR heeft een tegenovergestelde opstelling. Zij denken dat 
zij het allemaal alleen kunnen. Een voorbeeld daarvan is de vliegtuigcrash van Turkish Airlines waarbij 
ze het zelf willen doen. (commercieel belang ziekenhuizen en ziekenvervoer) 
 
Aansturing en onderlinge beïnvloeding in netwerken  
9. Is het netwerk meer verticaal of horizontaal georganiseerd? 
Het netwerk is horizontaal georganiseerd. 
 
10. Is er een centrale autoriteit? 
Er is geen centrale autoriteit. 
 
11. Welke invloedbronnen gebruikt een officier veiligheidsregio?  
Hij maakt mensen bewust van de bijdrage die Defensie kan leveren. Daarvoor gebruikt hij zijn 
informatie en deskundigheidmacht. Een ander voorbeeld is dat hij vragen krijgt over het netcentrisch 
werken aangezien Defensie daar ervaring mee heeft. Maar hij vindt ook dat de mensen na 4 jaar wel 
weten wie hij is en dat ze weten wat kunnen vragen. Echter netwerken en bekendheid met Defensie 
blijft een must! 
 
12. Welke methoden/strategieën wendt de officier veiligheidsregio aan om een andere actor binnen 
een netwerk tot het gewenste gedrag over te halen?  
Hij probeert de percepties te beïnvloeden. De RMC (Regionaal Militair Commandant) organiseert 
relatieconcerten en themadagen. Bezoeken van de opendagen van Landmacht, Luchtmacht en 
Marine. Daar kan de OVR mensen uit de regio mee naar toe nemen. Zo probeert men toch relaties te 
creëren. 
 
(Netwerk)activiteiten van netwerkmanagers 
13. Brengt de officier veiligheidsregio bepaalde doelen en middelen samen? 
Ja, de aanvrager moet denken in effecten. De OVR kijkt of ze dat kan kunnen invullen met personeel 
en middelen van Defensie en adviseert hierin. 
 
14. Bemiddelt de OVR in conflicten tussen actoren? 
Nee, tenzij hij ervoor wordt gevraagd. En dat is maar een enkele keer voorgekomen. 
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15. Stelt de OVR middelen beschikbaar die samenwerking bevorderen? 
Ja, veel. De politie draait cursussen en oefeningen op locaties van Defensie onder andere op de 
Frederikkazerne. 
 
16. Neemt de OVR zelf initiatieven tot gezamenlijke actie? 
Soms wel. Als hij probeert de KMar (Koninklijke Marechaussee) te laten aansluiten bij de politie dan is 
het makkelijker om faciliteiten van Defensie te krijgen. 
 
17. Hanteert de OVR shocktherapieën? In deze categorie vallen voorstellen voor een ‘management 
van chaos’ wakker was en ingrepen die het opschudden van het netwerk beogen. 
Ja, alleen dat helpt niet zoveel. Men blijft voornamelijk monodisciplinair bezig. 
 
18. Welke rollen heeft de OVR en welke niet? 
 Organisator. Soms. Vroeger meer dan nu. Hij probeert waar mogelijk dat wel te doen. 
 Stimulator. Als hij de gelegenheid krijgt wel. Zo zit hij in elkaar. Hij probeert Defensie erbij te 
kunnen betrekken. 
 Makelaar. Soms wel. Want hij kent de vier partijen. Maar het is minder als de rol van stimulator. 
 Richtinggever. Soms, maar minder als stimulator 
 Leider. Nee, bewust niet. Dat is niet de rol van Defensie in dit geheel. Hij behoort ook maar 1 dag 
per week er te zijn. 
 
19. Wat doet de officier veiligheidsregio in het samenwerkingsverband? Hoe gedraagt hij zich? Wat is 
zijn bijdrage in overleggen? Pakt hij extra zaken op zoals projecten? 
Activeren soms wel. Maar deactiveren wat minder. Er wordt gevraagd of Defensie het initiatief wil 
nemen. Hij kan wel defensiemedewerkers activeren maar de overige actoren niet. Hij doet niets met 
het veranderen van de netwerkwaarden. Heel soms probeert hij de actoren te spiegelen en bewust te 
laten zijn van welke rol ze hebben. Hij heeft een wat afwachtende rol en bemoeit zich langzamerhand 
minder met het geheel. Hij start geen projecten en commitment generen doet hij niet. Wel deelt hij 
informatie met de overige actoren. 
 
20. In welke mate dragen de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit 
van het netwerk te weten de veiligheidsregio? 
Binnen de veiligheidsregio worden de monodisciplines uitgenodigd bij themabijeenkomsten 
(bestuurlijk en uitvoerend niveau)of evenementen en dan wordt mono multi. Maar dat is breder dan de 
vier kolommen. De waterschappen, rode kruis et cetera, komen dan er bijvoorbeeld bij. Die zijn 
normaal geen vaste waarde binnen de veiligheidsregio. Dit gebeurt ook regio-overstijgend. Het 
waterschap is niet gebonden aan 1 veiligheidsregio. Die zijn regio-overstijgend bezig. Ook de 
contacten tussen de OVR-en brengt voordeel. Vaak worden activiteiten per provincie georganiseerd. 
 
Algemene opmerkingen: 
 Er wordt weinig van bovenaf gepushed. Het enthousiasme van het openbaar bestuur is niet groot. 
Men is zich aan het positioneren. 
 Dankzij de KMar-achtergrond is het makkelijk bij de politie en de brandweer aan te kloppen. 
 Het is lastig voor de OVR als hij geen vast aanspreekpunt heeft. De monodisciplinaire 
organisaties hebben elkaar nog niet zo gevonden. Dus dan is het lastiger om iemand aan te 
wijzen die de rol van primaire contactpersoon vervuld. Er wordt dan ook niet teruggekeken naar 
het afgelopen jaar aangaande de rol van de OVR. Key bestuurders vinden het minder of niet van 
belang om verder te integreren. Ook daar is de afwachtende houding te vinden. Als de 
politieregio’s worden verkleind naar tien dan is de verwachting dat de veiligheidsregio’s ook 
volgen net zo als het aantal provincies.  
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 De Majoor Biesheuvel heeft een paar keer kop gestoten: Defensie zou steunen met middelen, 
maar 1 á 2 weken voor de oefening werd de steun ingetrokken. Dus dat vreet aan de 
geloofwaardigheid van de OVR. Vervolgens wordt je een klein beetje buiten de deur gehouden bij 




Bijlage 3.10 Verslag interview reservist OVR Zaanstreek-Waterland 7-12-2011 
Interview met:  
 Majoor van Veen, reservist OVR. In 2009-2010 nam hij de functie van OVR waar aangezien er 
toen geen OVR was. Hij heeft een master Public Safety aan de TU Delft gevolgd. 
Samenwerkingsverband 
1. Hoe ziet het samenwerkingsverband waar de OVR in zat er uit? 
Er was sprake van een veiligheidsbureau waar de diverse kolommen in vertegenwoordigd waren. Er 
was een hoofd veiligheidsbureau met daarbij een soort secretariaat. De Maj. van Veen had geen 
primaire contactpersoon waar hij onder viel. Hij had ook geen werkplek of flexplek in die tijd. Hij zat 
wel in het MOTO dat een subgroep van het veiligheidsbureau was. Hij was 1 dag in de week 
aanwezig. De organisatie was nog niet zo ver qua ontwikkeling. De kolommen moeten nog steeds aan 
elkaar wennen. Het is nog niet vanzelfsprekend dat men multidisciplinair optreedt. Er is nog een 
stammenstrijd gaande. De brandweer voert de boventoon. De politie wacht af en doet zijn eigen ding. 
En de GHOR is die van Amsterdam-Amstelland. Er moet dus daar altijd rekening moeten worden 
gehouden met Amsterdam-Amstelland. In de loop van de jaren is dit wel aan het verbeteren. De 
effectiviteit van het veiligheidsbureau was niet hoog vanwege de mindere draagkracht van de actoren 
in hun eigen kolom. De mensen zijn wel deskundig en hun capabel. Het was opgezet als een moetje. 
Daarom heeft het veiligheidsbureau zo lang nodig gehad om op te starten.  
 
2. Wie zijn de actoren in het samenwerkingsverband van de officier veiligheidsregio? 




 Gemeenten vanaf nu 
 Waterschappen 
 Reddingsmaatschappijen 
 Collega OVR-en, maar in mindere mate. Zijn kennis werd niet echt gevraagd en heeft hij ook niet 
aangeboden. Hij werd ook niet uitgenodigd. 
 
3. Hoe zag de netwerkstructuur van het samenwerkingsverband in 2009 er uit en hoe ziet het er nu 
uit? 
Er was sprake van een shared services center: Echter dat was meer omdat het moest dan dat er echt 
zwaar op werd ingezet. 
 
4. Welk soort netwerk was in 2009 van toepassing en is de situatie nu? 
Er was sprake van een ontwikkelend netwerk dat overging naar een outreachnetwerk. 
 
Doelen van het samenwerkingsverband 
5. Welke doelen heeft het samenwerkingsverband? 
Het samenwerkingsverband had niet echt doelen. Zij waren meer bezig met hun bestaansrecht. Ze 
waren bezig met ontwikkelen van een visie. Nu is het doel multidisciplinair samenwerken. 
 
Onderlinge verbanden tussen netwerkpartners in netwerken  
6. In welke vier groepen zijn de actoren in te delen? 
 opdrachtgevers en agents: de veiligheidsdirectie 
 Financiers: de rijksoverheid en de gemeentes 
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 NAO (network administrative organisation): hoofd veiligheidsbureau en secretariaat 
 lid organisaties: de overige actoren 
 
7. Er zijn vier stadiums in relaties tussen partijen. Welk stadium is van toepassing? 
 
De partijen zijn in gesprek met elkaar om te kijken in welke mate ze zaken kunnen uitwisselen. Er 
waren nog geen zakelijke overeenkomsten. Men wist dat men moest samenwerken maar het ging 
gepaard met wisselend enthousiasme. 
 
8. Waar kan je de actoren indelen conform onderstaand schema? 
 
Politieke analyse netwerk 
 Wederzijds vertrouwen Geen wederzijds vertrouwen 





Er is sprake van wederzijds vertrouwen binnen het veiligheidsbureau. Men moest wel van elkaar op 
aan kunnen. Binnen het veiligheidsbureau waren er wel dezelfde opstellingen. Maar tussen de 
kolommen was dat anders. De brandweer vond dat zij leading waren. De politie dacht daar het zijne 
van.  
Aansturing en onderlinge beïnvloeding in netwerken 
9. Is het netwerk meer verticaal of horizontaal georganiseerd?  
Het netwerk is voornamelijk horizontaal georganiseerd met daarbij wel een hoofd veiligheidsbureau. 
 
10. Is er een centrale autoriteit? 
Ja, het hoofd veiligheidsbureau. 
 
11. Welke invloedbronnen gebruikt een officier veiligheidsregio?  
Hij gebruikt deskundigheidsmacht vooral gerelateerd aan kennis. De perceptie van de overige actoren 
was dat Defensie niks had toe te voegen. Dus het was een lastige situatie. 
 
12. Welke methoden/strategieën wendt de officier veiligheidsregio aan om een andere actor binnen 
een netwerk tot het gewenste gedrag over te halen?  
Door zijn fouten te laten inzien. Hij zat in een situatie dat die blij mocht zijn dat hij mee mocht doen. Hij 
werd gedoogd. Hij probeerde de percepties van anderen te veranderen m.b.v. zijn deskundigheid. 
Daarmee probeerde hij een positie te verkrijgen. 
 
(Netwerk)activiteiten van netwerkmanagers 
13. Brengt de officier veiligheidsregio bepaalde doelen en middelen samen? 
De catalogus was bekend. Maar het was meer een ver van het bed show. Men zag Defensie als 
vangnet als het echt mis gaat. Dat kwam niet voor. De kans op inzet was bijna gelijk aan nul. 
 
14. Bemiddelt de OVR in conflicten tussen actoren? 
Ja, dat is wel eens voorgekomen. Maar niet heel actief want hij was er niet vaak. 
 
15. Stelt de OVR middelen beschikbaar die samenwerking bevorderen? 




16. Neemt de OVR zelf initiatieven tot gezamenlijke actie?  
Ja, alleen het heeft niet veel effect. De geplande gezamenlijke oefening is er nog steeds niet. 
 
17. Hanteert de OVR shocktherapieën? In deze categorie vallen voorstellen voor een ‘management 
van chaos’ wakker was en ingrepen die het opschudden van het netwerk beogen. 
Ja, bij de tot stand koming van het regionaal risicoplan heeft hij scenario’s mee helpen ontwikkelen. 
Hierbij bleek out-of-the-box denken een vaardigheid die ontbrak bij de andere actoren. Hierdoor had 
hij toegevoegde waarde. 
18. Welke rollen heeft de OVR en welke niet? 
 organisator. Nee, die rol hoort niet bij de OVR 
 Stimulator. Nee, anders dan je eigen mensen van Defensie mee te nemen naar activiteiten. Hij is 
niet de aangewezen persoon om het initiatief te nemen in bijvoorbeeld het MOTO. 
 Makelaar. Dat is wel een rol die hij vervuld heeft. Maar de vraag is of dit een expliciete rol voor de 
OVR moet zijn. Hij is niet de aangewezen persoon om daar het initiatief in te nemen. 
 Richtinggever. Nee, dat hoort niet bij zijn rol ondanks dat de defensieofficier dat van nature in zich 
heeft. 
 Leider. Nee. Dat hoort ook niet bij zijn rol, ondanks dat de defensieofficier dat van nature in zich 
heeft. 
 
19. Wat doet de officier veiligheidsregio in het samenwerkingsverband? Hoe gedraagt hij zich? Wat is 
zijn bijdrage in overleggen? Pakt hij extra zaken op zoals projecten? 
Het activeren van actoren hoort niet bij zijn rol maar hij doet het wel op persoonlijke titel. Hij doet geen 
acties m.b.t. het creëren van de netwaarden. Hij mag net meespelen. Het verspreiden en delen van 
informatie is wel 1 van zijn taken. Hij heeft een projectorganisatie gestart om een opleidingsmatrix te 
creëren. De veiligheidsdirectie is daar nog naar aan het kijken. De OVR heeft geprobeerd commitment 
te genereren maar dat had beperkt succes. 
20. In welke mate dragen de netwerkactiviteiten van de officier veiligheidsregio bij aan de effectiviteit 
van het netwerk te weten de veiligheidsregio? 
Hij heeft daar een bescheiden bijdrage aan geleverd. Hij was een stabiele factor, weliswaar maar 1 
dag in de week. Hij bood zijzelf aan om zaken op te pakken. Hij had natuurlijk veel kennis door zijn 
masteropleiding waar mensen gebruik van konden maken en waarmee ook deuren open gingen. 
 
Algemene opmerking: Hij denkt niet dat de veiligheidsregio nog lang in deze hoedanigheid blijft 


































Bijlage 5 Functiebeschrijving officier veiligheidsregio 
1. FUNCTIE-INFORMATIEGEGEVENS 
 Functienaam  Officier Veiligheidsregio (reservist)   
 Business Unit   
 Organisatie  CLAS 
 (Sub)onderdeel  RMC 
 Rang/schaal  Rang: (R) Majoor 
 Vaststeller   
 Datum vaststelling door bevoegd gezag   
 
2. FUNCTIEOMGEVING 
De werkzaamheden worden uitgevoerd binnen de sectie Operatiën van een Regionaal Militair 
Commando (RMC) ressorterend onder het CLAS. 
De sectie Operatiën is belast met het opstellen en coördineren van de planning, uitvoering en 
afwikkeling van operatie- en steunverleningsplannen in de regio, het daartoe inrichten en instandhouden 
van de betreffende operatiekamer en het trainen van het personeel in dit kader. Binnen de sectie vindt 
ook de toewijzing van schiet- en oefenterreinen plaats. 
De sectie Operatiën bestaat uit een hoofd sectie Operatiën, een bureau Nationale Operaties (NatOps), 
een bureau Opleiding en Trainingsaangelegenheden en een bureau Maatschappelijke Dienstverlening. 
Het bureau NatOps bestaat uit een Hoofd bureau NatOps, meerdere officieren veiligheidsregio (OVR) en 
afhankelijk van de regio stafofficieren HNS (Host Nation Support) / ELO (Expeditionaire Logistieke 
Ondersteuning). Voor het garanderen van voortzettingsvermogen tijdens de uitvoering van een nationale 
operatie kan een RMC gebruikmaken van een reservistenpool. 
De officier veiligheidsregio voert taken uit gericht op de integrale voorbereiding op en coördinatie van 
militaire bijstand en steunverlening. Hij / zij maakt structureel deel uit van de civiele 
crisismanagementorganisatie die werkzaamheden verricht in de veiligheidsregio.  
 
3. HOOFDTAKEN 
1. Het invulling geven aan de voorbereiding, coördinatie, uitvoering en evaluatie van maatregelen met 
betrekking tot pro-actie, preventie, preparatie, repressie en nazorg van militaire bijstand en 
steunverleningen binnen zijn toegewezen veiligheidsregio. 
2. Het bijdragen aan de organisatie van multidisciplinaire oefeningen en functioneren als intermediair 
tussen de civiele organisaties, het RMC en onderdelen van Defensie bij het voorbereiden, 
uitvoeren en evalueren van oefeningen binnen zijn veiligheidsregio. 
3. Het onderhouden van een crisismanagementnetwerk binnen zijn veiligheidsregio. 




1. Invullen van de voorbereiding, coördinatie, uitvoering en evaluatie van maatregelen met 
betrekking tot pro-actie, preventie, preparatie, repressie en nazorg van militaire bijstand en 
steunverleningen binnen zijn veiligheidsregio. 
 Het adviseren van de civiele crisismanagementorganisaties over het proces en de inhoud van 
aanvragen MB/MS. 
 Het voorbereiden en coördineren van uitvoeringsbepalingen ihkv het convenant Civiel Militair 
Bestuurlijke Afspraken (CMBA). 
 Het afstemmen van de benodigde maatregelen m.b.t. MB/MS binnen het RMC met hoofd bureau 
NatOps en officieren veiligheidsregio(s) van andere veiligheidsregio´s. 
 Het leveren van een bijdrage aan het verder ontwikkelen van doctrine/uitvoeringsbepalingen op 
het gebied van de derde hoofdtaak (Nationale veiligheid) van Defensie. 
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 Het actueel houden van operatieplannen aangaande MB/MS. 
 Het onderhouden van contacten in de veiligheidsregio van het RMC met bestuurlijke / 
operationele partners uit de crisismanagementorganisatie(s). 
 
2. Het bijdragen aan de organisatie danwel het zelfstandig organiseren van mono- en 
multidisciplinaire oefeningen op het gebied van crisisbeheersing en rampenbestrijding. 
Tevens het functioneren als intermediair tussen de civiele organisaties, het RMC en 
onderdelen van Defensie bij het voorbereiden, uitvoeren en evalueren van 
multidisciplinaire oefeningen binnen zijn veiligheidsregio. 
 Het namens het RMC zitting hebben in de werkgroep(en) Multidisciplinair Oefenen. 
 Het ontwikkelen / afstemmen van de militaire rol in het civiele multidisciplinaire oefenbeleid en dit 
vertalen in een civiel meerjarenoefenplan. 
 Het leveren van een bijdrage aan het militaire meerjarenoefenplan en specifieke jaarplan NatOps. 
 Het leveren van een bijdrage aan het ontwikkelen van draaiboeken voor diverse scenario’s voor 
oefeningen in en buiten zijn veiligheidsregio. 
 Het optreden als observer / controller bij (civiele) oefeningen. 
 
3. Het onderhouden van een crisismanagementnetwerk binnen zijn veiligheidsregio. 
 Het bijwonen van (regionaal) crisismanagementoverlegstructuren en symposia. 
 Het onderhouden van (in)formele contacten met de betrokken civiele overheidsinstanties en de 
collegae van overige RMC’s. 
 Het bijhouden van een bereikbaarheidssysteem van alle betrokken instanties. 
 
4. Het verzamelen en verstrekken van informatie op het vakgebied militaire bijstand en/of 
steunverlening. 
 Het uitwisselen van informatie met functionarissen van kennisnetwerken en of kenniscentra. 
 Het leveren van een bijdrage aan en /of het geven van lezingen over de positie, rol en werkwijze 
van defensie tijdens crises en rampen. 
 Het bijwonen van oefeningen van bestuurlijke organisaties en operationele diensten. 
 Het zorgdragen voor een actueel bestand van lokale rampenbestrijdingsplannen en regionale 
coördinatieplannen. 
 Het bijwonen van symposia op het gebied van nationale veiligheidsaspecten. 
 
5. SPEELRUIMTE 
 De Officier Veiligheidsregio is verantwoording verschuldigd aan hoofd bureau NatOps. 
 De Officier Veiligheidsregio verricht zijn werkzaamheden binnen de kaders van de Civiel Militaire 
Bestuurs Afspraken (CMBA), richtlijnen “Defensie en de nationale veiligheid”, de Landmacht 
Doctrine Publicatie IV “Nationale Operaties” en richtlijnen en/of instructies van het Regionaal 
Militair Commando. 
 De Officier Veiligheidsregio adviseert Commandant Militaire Middelen en de civiele crisis-
managementorganisaties over de inzet van militaire capaciteiten. 
 
6. KENNIS, INZICHT EN VAARDIGHEDEN 
 Kennis van de organisatie, taak en optreden van vooral het CLAS maar ook de overige 
Defensiecapaciteiten die ingezet (kunnen) worden in een MB/MS-scenario. 
 Kennis van de civiele crisismanagementstructuren. 
 Kennis van de organisatie en werkwijze van de civiele rampenbestrijdingsorganisaties. 
 Kennis en vaardigheden op gebied van Operationele Besluitvormings Procedures. 
 Vaardigheden in het deelnemen aan bestuurlijke overlegorganen. 
 Vaardigheden in het opstellen van adviezen. 







Met     Over     Met als doel 
H-NatOps    Advisering    Updaten operatiebevelen, jaarplannen 
C-RMC    Militaire middelen   Beschikbaarheid en inzet 
C’n LFD’n    Militaire complexen   Opvang evacués, facilitaire dienstverlening 
Hfd’n Operationele Diensten Inzet militaire middelen  Inzet, samenwerking, oefeningen 
Bestuurlijke overheid  Inzet militaire middelen  Inzet, samenwerking, oefeningen 
Actieve Reservisten  Training/opleiding   Up to date houden kennis/  




 HBO werk- en denkniveau. 
 Opleiding Crisisbeheersing en Rampenbestrijding (OCR). 





 Ervaring in het voorbereiden, coördineren en uitvoeren van (militaire) operationele activiteiten. 
 Ervaring met gevechts / gevechtsondersteunende / logistieke operaties. 
 
Competenties/gedragskenmerken: 
 Diplomatiek en tactvol. 
 Kunnen werken in teamverband. 
 Initiatief nemen. 
 Organisatievermogen. 
 Goede mondelinge en schriftelijke uitdrukkingsvaardigheid. 
 Stressbestendig. 
 




Functionaris dient te beschikken over een netwerk in de betreffende regio. 
 
9. OVERIGE OPMERKINGEN 
 In het bezit van een (militair) rijbewijs, categorie B. 
 Inzet op korte termijn mogelijk (binnen 2 uur in zijn veiligheidsregio). 
 Bereidheid tot (langere) inzet op basis van dienstploegensysteem binnen militaire / civiele 
organisatie. Afhankelijk van de situatie kan dit variëren van enkele uren tot een periode van maximaal 
6 weken. 
10. ONDERTEKENING 
Voor akkoord bevoegd gezag: 
Naam :  
Functie :  
Rang/schaal :  
Datum :  
Handtekening :  
 
Voor gezien functievervuller: 
Naam :  
Rang/schaal :  
Datum :  






Bijlage 6 Schema effectiviteitscriteria Provan en Milward (2001, 416) 
 
Criteria Effectiviteit op gemeenschapsniveau Effectiviteit op netwerkniveau Effectiviteit op 
organisatie/deelnemerniveau 
1 Kosten voor de gemeenschap Groei van het aantal deelnemers in het 
netwerk 
Het overleven van de 
organisatie 
2 De opbouw van sociaal kapitaal Aanbod van de geleverde diensten Mate van legitimiteit 
3 De publieke perceptie dat de problemen 
worden opgelost 
Afwezigheid van doublures in het soort 
diensten 
Overnemen van resources 
4 Veranderingen in het aantal problemen De kracht van de relaties Kosten van de 
dienstverlening 
5 Geaggregeerde indicatoren van het 
welzijn van de cliënt 
Creëren en onderhouden van een NAO Toegang tot de diensten 
6  Integratie en coördinatie tussen de 
diensten 
De resultaten van de cliënten 
7  Kosten van het onderhoud aan het 
netwerk 
Minimum conflict voor 
agentschappen met multi-
programma’s die meedoen 
aan meerdere netwerken 


















Bijlage 7 De actoren in het samenwerkingsverband van de officier veiligheidsregio 
 
Amsterdam-Amstelland Zaanstreek-Waterland 

















 Regionaal team 
multidisciplinair 
trainen en oefenen 
(RTMOTO) 
 RMC West 
 Ambtenaren van 
diverse gemeentes 












van de omliggende 
regio’s 
 Landelijk platform 
regionaal 
risicoprofiel 
 RMC West 










 Collega OVR-en, 
maar in mindere 
mate. Zijn kennis 
werd niet echt 
gevraagd en 
heeft hij ook niet 
aangeboden. Hij 
werd ook niet 
uitgenodigd. 
 
























Hij gaat dieper op het 
netwerk in en heeft 
contact met meerdere 
mensen binnen de 
disciplines. 
 
 Algemeen secretaris 
van de Veiligheidsregio 
Haaglanden 





 Projectgroep  
multidisciplinaire 
informatiemanagement 
 Projectgroep regionaal 
crisisplan 
 RMC West 
 Collega’s Defensie 
 Waterschap Delfland 

































Waterland na 2010 
Rotterdam-
Rijnmond 
Haaglanden Hoofd bureau 
NatOps 11 LMB 
Organisator 




Nee, maar in het 
proces wel weer 
initiatief tonen. 
 
Nee, die rol hoort 
niet bij de OVR. 





dag op de kazerne 




meer dan nu. Hij 
probeert waar 
mogelijk dat wel 
te doen 
In principe niet. 
Het kan niet zo 
zijn dat hij de 




Nee, want dat kan 
als te bedreigend 
worden opgevat. 
Nee. Maar binnen 
de groep OVR-en 
wel. 
Nee, anders dan je 
eigen mensen van 
Defensie mee te 
nemen naar 
activiteiten. Hij is 
niet de aangewezen 
persoon om het 
initiatief te nemen in 
bijvoorbeeld het 
MOTO. 
Ja, maar geen 





 Als hij de 
gelegenheid 
krijgt wel. Zo zit 
hij in elkaar. Hij 
probeert 
Defensie erbij te  
betrekken. 
 
De rol van 
stimulator is 
voor al gericht 
op het opleiden 
en trainen. 
Makelaar 
Ja. Is wel een 
lang proces. Na 
twee/drie jaar 
komt dat los 
omdat men eerst 
de kat uit de 
boom kijkt. 
Wij spelen de 
tweede viool. Heel 
veel zaken gaan ons 
niks aan. Ja, maar 
wel vanaf de zijlijn 
beïnvloeden.  
Dat is wel een rol 
die hij vervuld heeft. 
Maar de vraag is of 
dit een expliciete rol 
voor de OVR moet 
zijn. Hij is niet de 
aangewezen 
persoon om daar het 
initiatief in te nemen. 
Sowieso! Dat is 
zijn primaire rol. 
 
 
Soms wel. Want 
hij kent de vier 
partijen. Maar 
het is minder als 
de rol van 
stimulator. 
De rol die een 
OVR kan 
hebben is met 
name makelaar 
in het kader van 
verbindingen 





volgend. Want als 





Nee, zet geen koers 
uit. 
Nee, dat hoort niet 
bij zijn rol, hoewel 
de defensieofficier 




daartoe. Meer op 
de zachte manier:  
denk eens hieraan 
of in dat geval 






De rol van 
richtinggever 
moet hij met 
mate uitvoeren. 




Nee, dat hoort 
niet bij de rol. 
Nee, dat hoort niet 
bij de rol. Hoewel 
dat wel in de natuur 
van de defensie 
officier zit. 
Nee, dat hoort niet 
bij zijn rol. Soms wel 
als plaatsvervanger. 
Nee. Niet in de 
koude fase. 
Nee, bewust 
niet. Dat is niet 
de rol van 
Defensie in dit 
geheel. 
Hij moet de 
karduwer zijn in 
plaats van de 
kartrekker. Een 
dominante rol van 











Waterland na 2010 
Rotterdam-
Rijnmond 
Haaglanden Hoofd bureau 
NatOps 11 LMB 
activatie/connecting 
Ja. Hij kijkt bij 
organisaties en 
neemt zelf ook 
mensen mee. De 
OVR betrekt 
collega’s van 
Defensie bij zijn 
werk. Hij moet 
putten uit het 
netwerk. Dit is 





het activeren van 
actoren niet bij de 
rol van OVR-
reservist maar hij 
deed het wel op 
persoonlijke titel. 
In principe activeert 
de projectleider 
mensen. Maar als 
die er niet is dan 
doet hij dat. De 
collega’s van 




Rijnmond geeft de 
OVR in de koude 
fase aan met wie 
hij moet 
samenwerken 
binnen en buiten 
Defensie. Alleen 
de opdrachtgever 
is hij niet. Hij 











maar voor een 
gedeelte 
onderdeel uit van 
de 
netwerkactiviteite
n aangezien de 





Framing is niet 
van toepassing op 
de OVR 
aangezien hij 
meer op de 
achtergrond staat 
in het civiele 
netwerk. Framing 
zal niet ook niet 
worden 
geaccepteerd 
door de civiele 
partners. 
Hij deed geen acties 
met betrekking tot 
het creëren van de 
netwerkwaarden. Hij 
mocht net meedoen. 
Nee. Hij maakt geen 
afspraken over 
netwerkwaarden. 
De OVR is 
volgend en stelt 
geen eigen regels 
of netwaarden op 
binnen het 
netwerk. Dat kan 
ook niet met 1 à 2 
dagen in de week. 
Hij probeert het 
soms speels te 
beïnvloeden. 





De OVR heeft 








Hij kan geen 
commitment 
afdwingen. 
De OVR heeft 
geprobeerd 
commitment te 
genereren, maar dat 













zijn dan probeert 
hij alles om het 
proces zo goed 





generen doet hij 
niet. 





Hij doet wel veel 
aan 
synthesizing/explo
ring content door 




Het verspreiden en 
delen van informatie 
was wel één van zijn 
taken. 
Je kunt niet je 
einddoel bereiken 
zonder zaken op 
elkaar af te 
stemmen en dus is 
synthesizing 
belangrijk. 




het proces zo 
soepel mogelijk te 
laten verlopen. Hij 







De OVR is 
vooral sterk 











Nee. Hij creëert 






Ja. Hij had een 
projectorganisatie 
gestart om een 
opleidingsmatrix te 
creëren. 
Hij probeert wel ad 
hoc 
projectorganisaties 
te maken. Daar is hij 






Nee, hij start geen 
projectorganisaties 




























Waterland na 2010 
Rotterdam-Rijnmond Haaglanden 
Soort organisatie 
Lead organisation NAO NAO NAO Shared governance 
Ondergebracht in veiligheidsbureau 
Nee, bij de brandweer 
 
Nee Ja Ja Nee 
Het hebben van een primair contactpersoon 
Ja Nee Ja Ja Nee 
Aantal actoren in het netwerk 




Shared service model Shared service 
model 









Actienetwerk Informatief netwerk 
naar ontwikkelend 
netwerk en outreach 
netwerk. 









De capaciteit zo 
effectief en efficiënt 
inzetten 
Rotterdam/Rijnmond 
is het voorbeeld, maar 
er is een afwachtende 
houding. 
Effectiviteit van het netwerk 
Gemiddeld Laag Gemiddeld Hoog Laag 
Vier stadia in relaties tussen partijen 
Partijen weten van 
elkaars bestaan en 
weten de zakelijke 
mogelijkheden. 
Partijen weten van 
elkaars bestaan en 





vinden. De overige 
partners praten wel 
met elkaar, maar 
nog niet iedereen 
heeft zakelijke 
overeenkomsten. 
De keypartners kunnen 
elkaar blindelings 
vinden. In een aantal 
gevallen zijn er 
convenanten en 
contracten. De overige 
partijen zijn in gesprek 
met elkaar. 
Partijen weten van 
elkaars bestaan en 
weten de zakelijke 
mogelijkheden. 












Netwerk horizontaal of verticaal georganiseerd? 









Bijlage 11 De machtsbronnen, rollen, gedragingen en de bijdrage aan de effectiviteit 
Machtsbronnen die worden gebruikt: 
 
Rollen van de OVR: 
 


















Haaglanden Hoofd bureau 


















Waterland voor 20 
11 
Zaanstreek-
Waterland na 2010 
Rotterdam-
Rijnmond 
Haaglanden Hoofd bureau 
NatOps 11 LMB 
De rol van organisator 
Ja Nee Nee Ja Soms Nee 
De rol van stimulator 
Nee Nee Nee Ja Ja Ja 
De rol van makelaar 
Ja. Ja Ja Ja Ja Ja 
De rol van richtinggever 
Nee Nee Nee Ja/nee Soms Met mate 
De rol van leider 




Waterland voor 20 
11 
Zaanstreek-
Waterland na 2010 
Rotterdam-
Rijnmond 
Haaglanden Hoofd bureau 
NatOps 11 LMB 
Activatie/connecting andere actoren 








Nee Nee Nee Nee Nee Nee 
Mobilisatie 
Nee Ja, beperkt succes. Ja Ja Nee Ja 
Synthesizing/exploring content 
Ja Ja Ja Ja Ja Ja 
Arranging 
Nee Ja. Ja Nee Nee Nee 
Samenbrengen van bepaalde doelen en middelen 





Bemiddelen in conflicten tussen actoren 
Ja, wel eens Ja, wel eens Nee Nee Ja, wel eens In principe niet 
Middelen ter beschikking  stellen die samenwerking bevorderen. 
Ja Ja Ja Ja Ja Ja 
Initiatieven tot gezamenlijke actie 
Ja Ja, weinig effect Ja Ja Soms wel Ja 
Het hanteren van shocktherapieën 
Nee Ja Nee Nee Ja Nee 
96 
 





Waterland voor     
2011 
Zaanstreek-
Waterland na 2010 
Rotterdam-
Rijnmond 
Haaglanden Hoofd bureau 












Kennis door zijn 
masteropleiding en 
zijn netwerk. 



























de OVR zijn 
handig voor de 
veiligheidsregio. 
Het netwerk van 




Dit komt ook door 
de kruisbestuiving 
tussen de OVR-
en. 
