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(1) 「中間答申」
この「研究ノート」の最初に日本電気の関本忠弘社長の言葉を引用して述
べたように，情報化社会のインフラストラクチャーの「舞台装置」の最低限
の理解の必要性のためいままで記述してきた（前号）ので，本来の目的であ
る「シナリオ」以下を検討するための橋渡しとして，表記の「中間答申」
(1983年12月）の内容を知ることが便利であると考える。
(1) 
「中間答申」は，①ソフトウェア基盤整備小委員会（加藤一郎委員長）の
「ソフトウェアの基盤整備のあり方について一ーソフトウェアの法的保護の
(1) 日経コンピュー タ1984,2.6,2.20,3.5,3.19号による。
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確立をめざして一ー1ソフトウェアの法的保護，プログラム権法（仮称）の
確立 2ソフトウェア品質評価」， Rニューメディア小委員会（今井賢一委
員長）の「ニューメディアの発展のあり方について」，⑧コンピュータ・セ
キュリティ対策小委員会（猪瀬博委員長）の「コンビューク・セキュリティ
対策のあり方について」から成り立っているが，①，⑧については法的また
は技術的分野に関するものが中心であるので簡単に取りあげ，⑧を中心とし
て，今後の後段の検討のための前提として取り扱ってみたいと考える。
(2) ソフトウェアの基盤整備および品質評価
コンピュータの利用分野の拡大， 多様化は， 「そこで用いられるソフトウ
ェアも一方で大規模かつ複雑なものが多くなっているのと同時に，他方で非
専門家でも容易かつ安心して購入，利用できるものの安価な供給も望まれて
いる。
これらの要請に対応するためには，ソフトウェアの開発・利用を促進し，
そのコストを低減するとともに，あわせて，その品質を高度化することが必
要である。」
そのため権利の明確化，法的保護の問題に対して新規立法の必要性を述
ベ，さらに品質の評価の制度化について答申されている。
(a)ソフトウェアの法的保護
「ソフトウェアはコンピュークの利用技術として産業活動に欠くことので
きない経済財」であるが， 「コンピュータで使用されてはじめて価値が発揮
される商品である」こと， 「開発には， 多額の投資と労力が必要であるにも
かかわらず，極めて簡単かつ安価にコビーされ，使用される」こと，不断の
バージョンアップが繰り返されて高度化が図られること，ソフトウェア提供
後も保守を必要とする場合が多いこと，同一性，類似性の判断が非常に困難
であること，また技術の進歩に関連して，ソフトウェアの陳腐化が激しいこ
と等，他の商品とは異なった特質をもち，またその特質を踏まえた取引が行
なわれるので，それらを勘案した制度を考える必要がある。
ソフトウェアの権利開発者の経済的利益を保護するとともに，車の両輪の
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ごとく，その利用の促進を図ること，利用者の利益をも保護することも重要
である。後者については，中小企業等立場の弱いューザーを守るための必要
最小限の義務を供給側に課すことも必要である。さらにソフトウェア機能の
向上を促進する，技術進歩に対応しうる，また保護の国際制を考慮した制度
にする必要がある。
以上のような観点から，プログラム「コンピュークにある一定の機能を果
たさせるための一連の指令の組み合わせ」（ソース・プログラム， オブジェ
クト・プログラム）を保護客休とし，使用権（プログラムの使用を専有する
権利），改変権（範囲を限定する），複製権，貸与権を創設する。人格権に関
する規定は設けない。
権利は創作により発生するものであるが，形式審査による登録制度を設立
し，登録，寄託受理，機能の概要等の公示による発生要件を考えるぺきであ
る。その上で裁定制度，権利侵害に対する措置，紛争処理等を考慮する必要
がある。
ユーザー保護の観点から，その販売者に，作成責任者名，プログラムの内
容・機能・使用条件等の表示を行なわせるなど一定の義務を課すことが必要
である。
権利期間は，外国特に米国の期間との関係で一番問題であり，一応15年程
度が適当であると提案されている。
(blソフトウェアの品質評価
前記のごとき状況から，ソフトウェアの品質評価の技術の確立，およぴこ
れを基盤とする品質管理の実施を促進する必要性が存在するにもかかわら
ず，評価技法，ツールの開発，実用化が極めて遅れており，さらに品質評価
を実施するための資金負担，開発コストをカバーしうるような価格認定をユ
ーザーから駆知し得るような状態でないことが，この問題の進展を大きく妨
げている。
特に後者の問題に対する環境改善を関係者が積極的に検討して進展させる
よう努力することが先決であり，それが解決すれば，前者の技法，ツールの
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開発，実用化は必然的に進展するものと考える。
個々の利用者からの注文に応じて個別に作成されるオーダーメード・ソフ
トウェアの対価の設定が，一般に人件費X人工数という積算方式がとられる
限り，品質向上のための投資に対するユーザーから正当な評価を受けること
ができず，投資金額の還元ができず，そのインセンティプが減殺される状況
にある。
ソフトウェア企業の自らの企画により作成され，流通市場において取引さ
れるソフトウェア・プロダクトの場合は，その開発にあたってユーザーの予
算や意向に左右されない品質評価，品質管理の実施が可能であり，ある程度
品質が評価され，加味される度合が，オーダーメード・ソフトウェアの場合
より多いので，品質評価を行ない易い環境であるが，ユーザー側からすれば，
品質の水準についての判断材料となる情報を十分に得ることができない，ま
たそのような情報，流通が十分でなく，比較，評価して最適のものを選定す
ることが難しい状況にある。
また，特にバーソル・コンピューク用ソフトウェアに関しては問題が多い。
少々値が高くなっても質のよいものは，生産性向上とライフ・サイクル・
コストの低下がもたらされるという認識を醸成し，それらを売る，またそれら
を買うというソフトウェア取引市場が確立されることがまず肝要である。
その上で，またそのためにソフトウェア作成における品質管理体制の充
実，および設備の整備を図る必要がある。そのためには，開発工程のうちの
要求定義工程，設計工程，プログラミング工程，検査工程の各工程のレヴュ
一実施，品質の定量化，およびデータの統計処理，並びにその品質管理への
反映，ユーザーの利用環境での評価情報（クレーム等）の分析，フィードバ
・ック活用，担当組織の独立化と権限，責任の明確化，品質管理に係る教育，
研修の充実，さらに設備，およびツールの整備等が対策としてあげられる。
ソフトウェアの法的保護新規立法によるユーザーに対する品質表示の義
務，一定の保守，補修サービスが確保されるような措置，またソフトウェア
の登録・公示制度の活用による情報の流通促進を図ることも環境整備の面か
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ら必要である。
(3) ニューメディアの発展のあり方について
ニューメディアを今後の情報化社会を形づくる重要なインフラストラクチ
ャとして位置づけ，それにより，点から面，幹から技へと大きな広がりを持
った情報社会になることにより，産業構造，産業組織，さらに将来的には我
々の社会生活，家庭生活にもかつてない地殻変動をもたらすようなインパク
トをもたらす。そのようなインパクトの方向を見極め，これに適切な対応を
図るべき諸問題の分析を試みる。
第2に，ニューメディアがその役割を果たしていくための条件，課題の明
確化を検討する。導入によるプラス，マイナスの両面を冷徹に見極め，望ま
しい情報化社会構築の方途を的確に選択していかねばならない。
第3に，検討に際して， 21世紀に焦点を置いた長期的視点をとり入れる。
以上がこの答申の基本的な見地である。
(a)高度情報化社会とニューメディア
(i)情報化の進展
前述のごとく，情報処理技術と通信技術の飛躍的発達とその結合によるネ
ットワーク化の進展は， 60年代後半から70年代にかけての産業界におけるコ
ンピュータ導入を中心とする情報化を第1次情報化革命とするならば，それ
とは質的に異なる広がりと内容をもった第2次情報革命とも呼ぶべき新たな
段階を迎えつつある。
そこには拠点的な展開から社会のあらゆる分野を有機的に結合するネット
ワークとしての面的展開があり，質的高度化とともに，情報を一方的にただ
受けるだけではなく，ニーズに対応した形で主体的に随時に取捨選択するこ
とが可能となる特色がある。
情報化の進展は，産業の合理化，高度化をもたらすばかりではなく，バラ
ンスのとれた調和のある豊かな社会を構築していく上においても大きな力に
なると思われる。
しかし，大量の情報の集中的蓄積，管理による「管理社会化」の弊害，万
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ーシステム機能の停止，データの漏えい等の「影」の側面に対する認識とそ
れに対する的確な対応の必要性が重要である。
(i)ニューメディアの動向
この項については，すでにVIの(1)で紹介したように，メディアの 4つの部
門に関して考えること，さらに 4つの部門を一体となったシステムとしてと
らえる必要がある，という指摘は注目すべきである。
さらに特徴として，ネットワーク化，広域化指向，双方向性，多様化，高
速化，ディジタル化等があげられ，代表的ニューメディアが紹介されている
が，これもすでに取り扱った。
(ii)産業・社会における情報化の動向及びそのインパクト
この問題，特に産業分野における情報化の動向とインパクトに重大な関心
をもつ必要があり，その詳細な研究は，別の機会にさらに今後進めて行く予
定であるが，ここでは今後の検討の参考材料の一つとして，答申の内容のみ
を以下に紹介する。
1 産業分野における情報化のインパクト
（イ）情報化の進展
企業活動の合理化を図ることと情報関連分野の新たなビジネス・チャンス
の見出しの 2つの観点が考えられる。
企業活動の合理化目的については，企業内各部門それぞれについての情報
化，各部門を連結した部門間社内ネットワーク化，製造業，特約点，問屋な
ど関連企業間ォンライン化，さらに将来は産業分野と社会，家庭を結ぶ広汎
なネットワークが対象として検討される。
さらに業種別の情報化の動向として，中間製品生産型産業（製品の主たる
需要者が産業，例えば鉄鋼，基礎化学）の社内ネットワーク化，生産流通ラ
ィンのオンライン化の進展，最終製品生産型産業（製品の主たる需要者が消
費者，例えば化粧品，アパレル）の消費者ニーズの把握や顧客情報の管理・
利用の効率化のための製品流通経路（問屋～小売店・量販店）のネットワー
ク化の推進，第3次産業における流通，金融，運輸等の異業種間のネットワ
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ークによる新しいサービス形態があげられる。
新たなビジネス・チャンスヘの参入については， 私鉄， 商社等の CATV
事業運輸業（特に宅配業）の VAN事業への展開などがあげられる。
（口）インパクト
需要パクーンの変化，生産・販売管理面のネットワーク化，情報収集面の
ネットワーク化，さらに企業の活動形態の変化による競争条件の変化，異業
種企業間の競合，また連携といったものが考えられる。
産業分野によって需要の質・量の変化が生ずることが考えられるが，これ
は特定の分野に限定されたもので大きな影響は少ないだろう。
ネットワーク化の進展に対する対応の差異が，企業間の収益力の格差を生
ずる可能性が大きく，前述の VAN,LAN等と関連してこの問題は重要な
課題であり今後特に注目して行きたい。
企業の活動形態の変化としては，エレクトロニック・バンキングの問題が
あげられるが，今後急速に進展する見込みのあるファーム・バンキングの問
題は重要である。銀行取引の形態は革命的変化を遂げることが予想される。
住友銀行の小松康頭取は， 21世紀の百科事典の「銀行」という項目には，
「銀行とは預金，貸金，信託，証券，保険等あらゆる金融機能を有するばか
りでなく，企業経営，家庭生活に不可欠な情報を幅広く提供する総合金融会
(2) 
社のことを指す。」と記載されるだろうと予想される。
従来の業種区分を超えた事業展開が容易になる場合があり，異業種企業と
の競合が生ずる一方，互いに補完し合い，結ぴつきを強めていく可能性もあ
る。証券業，信販業，銀行業の金融情報の収集，分析，提供やキャッシュ・
マネジメント・サービス面，物流・流通分野， CATV事業への参入等，特
にVANの発展と関連させて，経営学の問題として最も重要な課題が与えら
(3) 
れる領域である。
(2) 小松康稿「私とNEXT」(NE.XT1980年創刊0号，講談社） p.18
(3) 昭和58年5月～6月に通商産業省が約100社を対象に行なったヒャリング調査
の結果をまとめたものが．表として記載されている。（前掲「日経コンピューク」
1984.2.20号）
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2 社会•生活分野における情報化のインパクト
産業分野よりも相当おくれる可能性があり，われわれの専門分野としては
間接的関連の問題領域であるが，将来この分野（医療，教育，行政，家庭生
活， 地域社会）においても， 「新しい可能性や多大の便益をもたらすことが
期待されるものであり，生活の質的向上を求めるニーズに対応して，今後進
展していく可能性がある。」またニューメディア関係のビジネスとしては諧
在的可能性をもった市場としての関心の対象ともなりうるものであろう。
また，一方で「管理社会」化の弊害やプライバシ侵害の可能性を検討し，
的確な対応を図る必要が重要である。
この各分野における展望とインパクトについて検討されている。
(b}ニューメディアの健全な発展のあり方
(i)健全な発展のための条件
硯状の問題点を踏まえて，これに対する的確な対応を行なっていくための
条件を 6点に整理して以下のように説明されている。
(i)技術開発の推進と相互運用基盤の整備
技術開発の硯状（ハードウェア技術とソフトウェア技術，および創造的・
基礎的技術の跛行性，衛星関連技術，大規模コンピューク・ネットワーク技
術の質量ともの遅延）が説明された後，技術開発の課題として，マン・マシ
ン・インクーフェース技術，知識情報処理用コンピューク（第5世代コンピ
ューク），相互運用基盤（インターオペラビリティ）＊整備のための技術，高
速化・大容量化のための技術，情報ソフトウェア作成の容易化のための技
術，セキュリティ確保のための技術の開発があげられる。
＊相互運用基盤（インクーオベラビリティ）とは，次のような条件を満たすための二
ューメディア関連機器・システムのハードウェア，ソフトウェアの広い意味での整
合性である。
a.多種多様なニューメディア関連機器・システムが互いに円滑に接続して．必要
な機能を発揮できるようにすること。
b.人間とニューメディア関連機器・システムとの間の情報のやりとりに統一性を
持たせ，機器・システムが異なっても人間に異和感を持たせないようにすること。
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このような技術開発の課題を解決するためには，民間の技術開発に対する
活力が最大限発揮できるような基盤の整備，民間ベースでは実施が困難な技
術開発の政府が主体となっての推進，総合的・計画的な研究開発（大学・国
公立試験研究機関，民間企業の有機的な連携）の推進と休制強化，制度的な
制約の綬和による技術開発の促進等が考慮されるべきである。
個別の独立したシステムのネットワーク化，インタフェースの複雑化，多
様なメディアごとの端末の共遥化・互換性保持等の要請から相互運用基盤
（インターオペラビリティ）の整備が重要なものになっていく。
「このほか次の点を考慮に入れて相互運用基盤の整備を推し進めるべきで
ある。
①多様化による利用者の利便性を損なったり，将来の技術の発展を阻害す
ることのないように規格・基準は必要最小限に留めること。
③また規格・基準は極力わかりやすく単純なものとするとともに公平なも
のとする。
⑧技術開発の初期段階から将来における標準化・互換性保持を視野に入れ
て研究開発を進めていくこと。
④国際標準の動向を踏まえるとともに，我が国の研究成果を積極的に国際
水準に反映していくよう努めること。
⑥技術革新に柔軟に対応するため，利用者も含めた民間の自主性を尊重し
ていくこと。」
(ii)高度情報化社会のインフラストラクチャーの整備
「高度情報化社会の実現のためには，情報化を社会の様々な分野に広く，
深く浸透させるためのオンライン情報処理を可能にする高度のネットワーク
の構築が必要である。」
「その整備にあたっては，長期的視点を踏まえた次のような配慮が行われ
ることが必要である」として，利用者の意見の反映，早期整備，合理的な料
金休系の形成，都市美観問題への配慮があげられる。
(iv)制度的基盤の整備
MIS, OAとニュー メディア (II)（中辻） （653)69 
ニューメディアは， 「①技術革新の新しい分野であり， ③情報処理技術と
通信技術の飛躍的な進歩と融合を背景として単なる情報の伝送のみならず，
付加価値をつけた高度かつ多彩なサービスの提供が可能であるとともに，⑧
利用者のニーズも，従来の画ー化されたサービスから選択的で情報処理的要
素の強い高度なサービスヘの志向がみられる，という性格をもっており，民
間事業者の活力と創意工夫が最大限に発揮され，きめ細かなサービスが提供
されることが最も期待されるところである。」
「その意味でニューメディアが健全かつ活力ある発展をしていくために
は，」「情報処理」と「通信」の結合のところの「なぜ‘‘通信”は制約を受け
てきたか」のところ（前号）で述べたように，独占的な著しい制約が加えら
れていた従来の制度的諸制約を排し，原則として市場競争原理に基づく，
「参入の自由」，「事業活動の自由」，「利用の自由」という 3つの自由が確保
された自由な活動基盤を整備していく必要がある，というのがこの項の基本
的主張である。
「ニューメディアの利用にあたって実際にどのような制度的手続きを必要
とし，どのような課題について新たな対応を要するかについて，①施設設置
・事業運営にあたって要する手続き③ニューメディアを利用したサービスの
提供にあたって新たな対応を必要とする制度的課題に分けていくつかのケー
ススタディ」を行なったものが表で示されている。
(V)ニューメディア関連産業の基盤整備
「データベース・サービスなどの情報提供業， VANなどの情報処理業，
ISDNなどの情報伝送業及びコンピュータなどの製造業，ソフトウェア業が
主な業種である。」
これらの関連産業はニューメディアそのものの発展のためとともに，今後
の中核的産業となるために，その産業の基盤整備に積極的に取り組んでいく
ことが重要である。
このうちデータベース・サービスが，現状では欧米に比べて著しく遅れて
おり，良質で広汎かつ大量の情報の効率的かつ低コストで収集できる体制の
70(654) 第 29巻第 6 号
整備，各デークベース・システムの相互接続が可能になるように推進するこ
とが急務である。
情報ソフトウェア・サービスの開発，流通・利用面の基盤整備が必要であ
るが，前記の答申の1つであるソフトウェア基盤整備小委員会の答申内容の
確立が問題となる。
「さらに産業，社会，生活分野のニーズに対応した情報システムの構築を
推進していくことが重要である。」
(vi)ニューメディア導入に伴うィンパクトヘの反応
ニューメディアの導入による情報化社会の進展は，効率性と利便性をもた
らす反面，前記したような種々のインパクトをもたらす。インパクトについ
て正確に把握し，的確な対応を行なっていくことが必要である。
産業構造，産業組織の変化に対する対応は，われわれの最も関心のある問
題であり，今後さらに取り上げたい問題である。
答申ではその他に就識構造の変化に対する対応，コンピュータ・セキュリ
ティ対策，パブリック・アクセプタンスの形成をあげている点も注目すべき
である。
短期的（ミクロ的）には，企業内配置替え，部門間人員構成のシフト等の
企業内における変化，それに対する適応における摩擦，不安，長期的（マク
ロ的）には，情報化に伴って出硯する新しい産業における雇用機会の創出
と，他方雇用の減少する産業の出現もありうる。
コンピューク・セキュリティ対策については，後記のごとく，別のコンピ
ューク・セキュリティ対策小委員会の答申がある。
情報化の進展はそのテンボを早め，かつ産業分野のみならず，今後日常生
活にも影響を与えるだろう。場合によっては，不適応な人々を生み出し，不
安を生ぜしめ，また管理社会化の弊害が懸命される。
これらに対して「情報化についての正しい認織を涵養することによって情
報化に対するパブリック・アクセプタンスを形成することが極めて重要であ
る。」と指摘する。
MIS, OAとニュー メディア (]I) （中辻） （655)71 
(vii)国際的展開の推進
国際化の進展に伴い，国際的な人・物の交流，情報流通の拡大が予想され
る。
国際情報流通 (TDF: Transborder Data Flow)に関しては，自由な経
済活動の基盤確保の観点から自由な流通が必要であるという主張と，プライ
バシー保護，データ保護，情報主権の確保等の観点から一定の制限を加える
べきとする主張があるが，ニューメディアを活用した国際ネットワーク構
築，国際的に提供可能なデークーベースの整備，国際的標準化，情報交流，
人材交流，情報化格差の解消等多国間国際協力に積極的に貢献していくこと
が必要である。
(c)当面講ずべき施策のあり方
以上のニューメディアに関するインパクト，発展のための条件，課題をふ
まえて，民間分野の創意と活力の発揮とともに特に政府として早急に対応を
行なうべき施策についての見解が，前記答申内容を再整理した形で説明され
ている。
(4) コンピュータ・セキュリティ対策のあり方について
コンピュータ・システムの広範な普及，その機能の拡大・多様化の積極的
側面と表裏一体にそれに大きく依存した社会経済の脆弱性も港在している。
システムの安全性，信頼性等の確保を目的とするセキュリティ対策の推進が
重要である。
(a)情報化の進展とコンピュータ・セキュリティ
(i)セキュリティ確保の必要性
最近の情報化革新の進展は，面的な広がりを持って展開されている。情報
化の内容自体が質的により高度なものとなりつつある。
このように経済・社会の多くの分野がコンピュータ・システムに依存する
状況が高く，重要データが大量蓄積され，万ー機能が停止，あるいは不完全
になった場合，経済活動への影響，身休，生命への危害，財産，プライバシ
等の侵害を通じての国民生活全般にも及ぶ影響が大きい。
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それ故，脆弱性を克性し，便益が安定的に享受されるようシステムの安全
性，信頼性等のセキュリティを確保する対策が十分講じられるよう，その基
盤の整備を図る必要がある。
(i)セキュリティ対策についての基本的視点
以下のような諸視点を目的に応じ組み合わせて検討する。
（イ）障害原因
0自然災害
0システム構成要素の障害
0不法行為等
（口）障害の態様
0システムのダウン，誤動作
0デークの漏えい，破壊，改ざん，システムの不正使用
Vヽ）セキュリテイ対策により保護される利益
0個人の生命，身休，プライバシ，生活の利便
0個人及び企業の経済的利益，社会的信用
0社会・経済の安定的な運用等
（二lセキュリティ対策の対象
コンピューク・システム（ネットワーク形態も含む）のハードウェア，
ソフトウェア，デーク
（ホ）セキュリティ対策の直接的目的
0障害発生の未然防止
0障害発生の場合の影響の最小化及び回復の迅速化
（へ）具体的措置の態様
0技術面の対策
0設備面の対策
0運用管理面の対策
なお補完するための保険等の検討も必要である。
(blセキュリティ対策の現状
MIS, OAとニューメディア (IT)（中辻） （657)73 
(i)講ぜられるべき対策の内容
（イ）技術面における対策
システムダウン及び誤動作に対する技術は，未然防止と影蓉の最小化及ぴ
回復の迅速化を図る技術に大別される。
ハードウェア，ソフトウェアの信頼性向上技術，デュアル・システム，デ
ュプレックス・システム，分散処理におけるバックアップ機能の強化，回線
•関連設備の 2 重化，システムの保守診断技術があげられる。
データの漏えい，破壊，改ざん及びシステムの不正使用を防止するための
技術としては，運用者・利用者のアクセスをコントロールするための技術と
デークそのものの保護を図る技術に大別される。
本人確認技術，通信回復との不正接続防止技術，ユーザー・プロフィール
管理技術，アクセス・モニタリング技術，セキュリティ・ログ検証技術，通
信回線及びファイルにおける暗号化技術，データペースにおける推論制御技
術等があげられる。
（口）設備面における対策
コンピューク・システム，コンピューク・ルーム，デーク保管室等を，火
災，地震等の自然災害，不法侵入者による破壊行為等のあらゆる危険から物
理的に保護しようとするものである。
い）運用管理面における対策
「このような体制の整備は，上述の技術面，設備面における対策の前提で
あり，これらの対策が有機的に機能し得るような体制があって初めてセキュ
リティ対策としての実効性が担保される。」
それらには，職務権限の分担の適正化，内部索制制度等を含む組織体制の
整備，教育訓練及ぴ人事管理，運用管理規定等の制定，システム監査の導入
があげられる。
(i)対策の現状と問題点
セキュリティ対策の推進方策を検討する上で必要となるセキュリティ対策
の実態を把握するため，昭和58年日本情報処理開発協会 (JIPDEC)におい
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てアンケート調査（回答数各々902事業所， 170企業等）が実施された。 （そ
の結果については，付属資料として記載されている。）
「その結果，我が国におけるコンピューク・システムの信頼性等は満足す
べき水準にないこと，各システムにおけるセキュリティ対策の実施状況は全
般に十分なものとは言い難く，各システムごとの実施状況のバラッキも極め
て大きいこと，セキュリティ対策実施に当たって最大の困難性はそのコスト
にあること，技術面及び効率・操作性の面の困難性も特に大規模システムに
おいて大きいこと，セキュリティ対策の補完措置としての保険の利用状況は
未だ低調であり，制度の拡充，利用の拡大が望まれていることなどが明らか
となった。」
（イ）セキュリティ対策の実施状況等
代表的な障害としてシステム・ダウンがあげられている。全休システムに
ついて平均ダウン間隔が460時間， 平均ダウン時間が70分， その影轡が自社
内，取引先のみならず社会にまで広範にわたるオンライン・システムの場
合，平均ダウン間隔が520時間，平均ダウン時間は50分，その半数の企業が，
ダウン時間の許容限度を30分以内，ダウン頻度の許容限度を 6カ月に 1回程
度と回答しているので，満足すべき水準にない。
「一定規模 (30億円～50億円程度）のシステムまでは，平均ダウン間隔，
平均ダウン時間とも規模に比例して向上しているのに対し，これを超えるシ
ステムについては，これらの数値が逆に規模に比例して悪化する傾向が見ら
れる。このことは，システムが一定規模を超えるとシステム自体が複雑にな
ることなどにより，その信頼性等の確保が困難になることを示している。」
硯在，実施することが望ましいセキュリティ対策項目のうち約30彩しか実
施されていない状況にある。 (500万円以下のシステムでは約13彩， 100億円
以上のシステムでは約65彩），対策項目別の対策実施率では，技術面約16彩，
設備面約30彩，運用管理面約38彩となっており，特に技術面の対策が不十分
な状況にある。
また障害要因の面から対策の実施状況を見ると，不法行為等約20彩，自然
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災害，システム構成要素の障害概ね30~40彩となっている。
ダウンした場合の影響が社会の広範囲にわたることになると回答されたシ
ステムにおける対策の実施率は，約45彩であり，システム全体に比べ相対的
に高い値を示しているものの十分であると言い難い。またデークの漏えい，
破壊等によるプライバシ等に重大な影署を及ぽすことになると回答されたシ
ステムにおける対策の実施率は，約26％であり，システム全体の実施率と有
意な差はみられない。
セキュリティ対策の実施状況は，企業により大きなバラッキがあることを
示している (80彩以上約7彩ーー20彩以下約15%）。
システム監査を導入しているシステムの方が明らかに良好な数値を示して
いるが，導入している企業は全体の1割程度，将来予定している企業を含め
ても全体の4分の1にすぎない。「この原因としては， システム監査に関す
る社会的認識が不十分であること，システム監査を実施する人材が不足して
いることなどが挙げられる。」
（口）セ年ュリティ対策の困難性
対策の実施状況は，上述のように満足すべき状況にないが，その原因とし
て種々の制約要因の存在が挙げられる。その第1がコストの問題である。
対策に関する必要な経費は，必要性を感じていても，積極的に支出されて
いないのが現状である。
コストの問題に次いで技術的問題，効率・操作性の問題が高い回答率を得
ている。特に大規模システムにおいては深刻な問題である。
補完措置としての保険の果たすべき役割は大きい。しかしながら，現在，
コンピュータ総合保険，情報処理業者総合賠償責任保険があるが，それぞれ
が1割以下しか利用されていない状況にある。
「情報化保険を利用していない理由としては，（ア）関心がない，（イ）内容をよ
く知らない，（ウ）料率が高い，（エ）保険の担保範囲が狭いといった点が調査にお
いて挙げられており，この結果からみて保険制度についての認識の向上，制
度の充実等が望まれている。」
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(c)今後のセキュリティ対策の進め方
(i)基本的な考え方
システムについてのセキュリティ対策が十分に行なわれることは，システ
ム運用の必須の条件であることは，この答申の種々の指摘から考えても理解
されうる。
システムの物理的な内容，環境，設置の目的，機能，内容，蓄積デークの
性格，利用者の範囲等により，対策を講ずべき重点の置き方の相造はある
が，基本的には共通の考え方もある。共遥の基本的な考え方の上に，相造を
ふまえ，それぞれに対し，その特性に見合った十分かつ効果的な対策が講ぜ
られることが必要である。
しかし硯状の実施状況は，一般的に見て未だ満足すぺきものではない。
「セキュリティ対策について関心は高まりつつあるものの，その内容等につ
いて未だ十分な社会的理解と共通の認識が得られない状況にあり，また，そ
の実施には，民間の自主的努力のみをもってしては打破し難い困難性が存在
していることも事実である。」
加えて，今後のデータ通信，ニューメディアの発達等を背景としての広範
なネットワークの出現は，ますますその必要性の増大をもたらす。
このような諸事情にかんがみれば，セキュリティ対策の推進について，民
間事業者等の自主的努力とそれを補完する政府の適切な施策が望まれる。
(i)政府が講ずべき措置
（イ）指針の提示
「政府がセキュリティ対策の進ずべき方向．内容等について，指針を提示
することが期待される。具休的には，セキュリティ対策の実施状況，関連技
術動向等を前提とした全般的なセキュリティ対策の方向，及びそれと一休に
各分野の情報化の動向を踏まえた各般のコンビュータ・システムに対するセ
キュリティ対策の具休的な内容等が提示されるべきである。」
「十分なセキュリティ対策の達成のためには，上記の指針に定めるところ
に沿って，システムの設置・運営者等が最大限の努力を払うとともに，民問
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事業者の資金負担の軽減，技術開発の推進等政府による以下のような各般の
措置が一体として講じられることが望ましく，これらを総合的に推進するた
めの法制度の整備について検討を行なうことが必要である。」
（口）基準の提示
上記指針に基づく基準は，既に通商産業省が昭和52年に公表した「電子計
算機システム安全対策基準」をもとに策定されることになろう。ただしこの
「基準」自体も策定後の技術，社会環境の変化に即して早急に改訂する必要
が生じている。
さらにシステム監査の導入，定着化を促進する必要があり，政府としての
システム監査に関する基準（ガイドライン）の策定及び公表を行なうととも
に，システム監査人の養成等を促進する方策を検討すべきである。
（ハ）セキュリティ対策のインセンティプ措置
セキュリティ対策の本格的実施にはかなりの資金を必要とするので，対策
関連設備の取得に対する金融面でのインセンティブ措置を講ずる必要があ
る。
また「望ましいセキュリティ対策について，その目標を示し，目標達成に
対する社会的動機を与えるためには，一定のセキュリティ対策を講じている
者に対する任意の認定制度を設けることが有効であると考えられる。」
（二）技術開発
技術の開発課題は多く残されており，また，既に実用化の段階に達してい
る技術も，コストの低減，効率の向上のための技術開発を促進する必要があ
る。特にソフトウェアの信頼性向上，充実，デークの暗号化，デークの保護
強化等緊急の課題であり，さらにネットワーク化とともにより複雑な対応が
必要となり，政府の積極的な取り組み，所要の支援のもとに官民協力で継続
的に行なっていく必要がある。
（ホ）その他
セキュリティ対策の補完措置として， 「また， リスク・マネジメント的観
点からシステムの障害等に関連して予測される損失や影響を分析して，その
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再生，置換コスト， リカバリのための経済的負担の担保手段として」情報化
保険制度の充実，利用の拡大について十分な検討を行なう必要がある。
コンビューク・セキュリティに関連する種々の機器，サービスを提供する
セキュリティ産業を情報処理産業の一環として位置づけ，その育成，振興を
図っていく必要がある。
「政府または公的な機関によりシステムの信頼性に関連する情報の収集，
整備を実施し，関係者に対し，情報を提供し，対策の一層の促進に資するよ
うに検討する必要がある。」
セキュリティ対策についての社会的コンセンサスの形成は未熟な段階にあ
る。そのため関係者の社会的責任としての対策の必要性についての自覚と国
民各般における駆識を深めるための種々の活動を行なっていくことが望まれ
る。
さらに近年急速に増加しているいわゆる「コンピューク犯罪」に関する処
罰の法制的対応，プライバシに係る問題についても今後詳細な検討がなされ
ることが望ましい。
＊ ＊ ＊ ＊ ＊ ＊ ＊ ＊ 
郵政大臣の諮問機関である電気通信審議会（今里廣記会長）の「21世紀に
(4) 
至る電気通信の長期構想」の答申も出された。
また最近，首相の私的諮問機関である「高度情報社会に関する懇談会」
(5) 
（座長・山下勇三）がまとめた最終報告書が提出された。
* * * * * * * * 以上で，最初に述べたように技術的な「舞台装置」の概略，橋渡しとして
中間答申案の紹介を利用した大筋の「シナリオ」の説明を終り，実際の「ア
プリケーション」としての「芸」に関する問題を次の機会に検討したいと考
えている。
「ニューメディア」はエンジンをかけて走り始めたばかりで， 21世紀に向
(4) 日経コンピュー ク1980,4.2.
(5) 日本経済新聞1984,10.13（夕刊）．
MIS, OAとニューメディア(TI) （中辻） （663)79 
けてこれから新しい道を切り開きながら，種々の新しい問題を取り組み，解
決し，しかし価値高い道路（インフラストラクチャー）として確立されて行
くだろう。
(1984,10.14) 
