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ΠΕΡΙΛΗΨΗ 
 
Ο Βίκτωρ Ουγκώ είχε πει κάποτε , ΄΄ ∆εν υπάρχει τίποτε πιο δυνατό από µία ιδέα που 
έφτασε η στιγµή να γίνει πραγµατικότητα ΄΄. Αν οι εξελίξεις που διαδραµατίζονται από 
το πρώτο µισό του 2004 αποτελούν µία µικρή ένδειξη, η τεχνολογία Radio  
Frequency Identification-R.F.I.D. ταιριάζει απόλυτα µε την προαναφερθείσα 
περιγραφή. 
 
Η παρούσα διπλωµατική εργασία έχει σαν σκοπό να επιδείξει την προοπτική και τις 
δυνατότητες που παρέχει η τεχνολογία των ραδιοκυµάτων στη βελτιστοποίηση των 
διαδικασιών επιχειρηµατικών εφαρµογών. Με την ανάπτυξη του Electronic Product 
Code-EPC καθίσταται πλέον δυνατή η αυτόµατη αναγνώριση της ταυτότητας των 
προϊόντων, επιφέροντας µία επαναστατική αλλαγή στον τρόπο που οι επιχειρήσεις 
διαχειρίζονται και επιβλέπουν τη ροή των υλικών και των πληροφοριών από την 
παραγωγή του προϊόντος µέχρι την τελική εναπόθεσή του στο ράφι του 
καταστήµατος λιανικής πώλησης. Η ίδια τεχνολογία έχει φέρει την επανάσταση και 
στην διαδικασία αναγνώρισης της ταυτότητας φυσικών προσώπων. 
 
Στο παρόν σύγγραµµα παρέχονται όλες οι απαραίτητες πληροφορίες για την 
κατανόηση των βασικών χαρακτηριστικών λειτουργίας της µεθόδου RFID καθώς και 
των προοπτικών εφαρµογής της σε διάφορες επιχειρηµατικές εφαρµογές. 
 
Πιο συγκεκριµένα στο Κεφάλαιο 1 παρατίθενται κάποια εισαγωγικά στοιχεία και µία 
συνοπτική περιγραφή των βασικών παραµέτρων λειτουργίας της τεχνολογίας του 
RFID, ενώ στο Κεφάλαιο 2 παρουσιάζονται τα R.F.I.D. συστήµατα, η τεχνολογία 
τους, τα συστατικά τους, οι συχνότητες λειτουργίας τους, καθώς και ο τρόπος µε τον 
οποίο γίνεται η  συλλογή των δεδοµένων. Επιπρόσθετα, καταγράφεται το κόστος 
υλοποίησης της R.F.I.D. τεχνολογίας, αλλά και τα πλεονεκτήµατα και µειονεκτήµατα 
που απορρέουν από την χρήση τους. Στο Κεφάλαιο 3 γίνεται σύγκριση της 
τεχνολογίας R.F.I.D. µε την τεχνολογία barcode ενώ στην συνέχεια (Κεφάλαιο 4) 
αναλύονται διάφορες εφαρµογές της τεχνολογίας αυτής τόσο στους τοµείς της 
οικονοµίας όσο και σε τοµείς του γενικότερου κοινωνικού ενδιαφέροντος, καθώς και 
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παρουσιάζονται πιο αναλυτικά µελέτες περιπτώσεων RFID στο κλάδο του λιανικού 
εµπορίου (Κεφάλαιο 5). Ζητήµατα ασφάλειας των συστηµάτων RFID και προστασίας 
της  ιδιωτικότητας καθώς και πρωτοβουλίες της ∆ιεθνούς Κοινότητας για νοµική 
ρύθµιση της εφαρµογής της τεχνολογίας RFID απασχολούν στα Κεφάλαια 6 και 7 
αντίστοιχα. Τέλος, στο Κεφάλαιο 8 µελετάται η περίπτωση εφαρµογής τεχνολογίας 
R.F.I.D. στα πλαίσια χρήσης ηλεκτρονικών διαβατηρίων, τι ορίζει ο ∆ιεθνής 
Οργανισµός Αεροπορικών Εταιρειών, η τεχνολογία τους, θέµατα ασφαλείας και 
προστασίας προσωπικών δεδοµένων. 
 
 
Λέξεις κλειδιά 
 
R.F.I.D. τεχνολογία 
R.F.I.D. tags 
Barcode 
Auto – ID 
Electronic Product Code 
E-passports 
ICAO
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1.ΕΙΣΑΓΩΓΗ 
 
O γραµµικός κώδικας, ως αναγνωριστικό των προϊόντων στη σύγχρονη εφοδιαστική 
αλυσίδα, αποτέλεσε επανάσταση για όλους τους κλάδους εδώ και περίπου 30 χρόνια. 
Σήµερα ανιχνεύονται καθηµερινά πάνω από 5.000.000.000 προϊόντα σε 141 χώρες. 
(www.abiresearch.com/products/service/RFID_Research_Service#). Μολονότι οι 
τεχνολογίες που βασίζονται στους γραµµικούς κώδικες φαίνεται ότι θα 
εξακολουθήσουν να παίζουν σηµαντικό ρόλο στον κλάδο του λιανεµπορίου για 
αρκετά χρόνια ακόµη, πολλοί φορείς του κλάδου ασχολούνται µε τη νέα γενιά των 
barcodes- την τεχνολογία RFID ή τεχνολογία αυτόµατης αναγνώρισης προϊόντων 
µέσω ραδιοσυχνοτήτων. Η τεχνολογία RFID αναγνωρίζει αυτόµατα τα προϊόντα 
χωρίς καν να απαιτείται οπτική επαφή. Παράλληλα επιτρέπει την ταυτόχρονη 
αναγνώριση προϊόντων µε αποτέλεσµα την επιτάχυνση όλων των διαδικασιών στην 
εφοδιαστική αλυσίδα.  
Η κεντρική ιδέα λειτουργίας των σύγχρονων µεθόδων RFID συνιστώνται στο γεγονός 
ότι προσδίδουν στο αντικείµενο µιας µορφής τεχνητή νοηµοσύνη, που του επιτρέπει 
να επικοινωνεί άµεσα µε τα νέας γενιάς ειδικά διαµορφωµένα συστήµατα 
πληροφοριών που διαχειρίζονται πληροφορίες προµηθειών και ζήτησης σε 
πραγµατικό χρόνο (Just In Time-JIT)1, επιφέροντας µία επαναστατική αλλαγή στον 
τρόπο που παράγουµε, πουλάµε και αγοράζουµε προϊόντα (Mortensen, 2004). Με τον 
τρόπο αυτό οι επιχειρήσεις δύνανται να αποκοµίσουν τεράστια ποσά από την 
περικοπή των εξόδων λειτουργίας τους, ενώ ταυτόχρονα θα προσεγγίσουν πιο άµεσα 
και αποδοτικά τις ανάγκες της καταναλωτικής αγοράς.  
H τεχνολογία RFID προσφέρει τη δυνατότητα παρακολούθησης του κύκλου ζωής 
ενός µεµονωµένου προϊόντος από τη στιγµή αρχικής παραγωγής του στο εργοστάσιο 
µέχρι την τελική εναπόθεση του στο ράφι του τελικού καταστήµατος ακόµη και την 
ανακύκλωση του. Οι επιχειρήσεις έχουν συνειδητοποιήσει ότι η ακριβής και 
αυτόµατη συλλογή πληροφοριών και δεδοµένων σχετικών µε τα προϊόντα, τους 
                                                           
1
 Το όνοµα Just In Time αναφέρεται σ’ ένα σύστηµα παραγωγής στο οποίο οι διάφορες λειτουργίες 
(διαδικασία παραγωγής, µετακίνηση υλικών και αγαθών κ.τ.λ.) εκτελούνται ακριβώς όταν χρειάζονται 
ή απαιτούνται. Το αποτέλεσµα είναι η διατήρηση πολύ µικρού αποθέµατος και η παραγωγή 
περιορίζεται στον απαραίτητο µόνο όγκο εργασίας. 
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προσφέρει ένα συγκριτικό ανταγωνιστικό πλεονέκτηµα, τις κάνει περισσότερο 
αποδοτικές και αυτό φαίνεται και από τα δισεκατοµµύρια των δολαρίων που έχουν 
επενδυθεί παγκοσµίως στην χρήση της τεχνολογίας των barcodes (Smart, 2004) . 
Η τεχνολογία RFID βρίσκεται στα άκρα ενός πληροφοριακού συστήµατος. Είναι 
στην ουσία ένας διαφορετικός τρόπος διασύνδεσης µε αντικείµενα που επιθυµούµε 
να αναγνωρίζουµε, να εντοπίζουµε και να συλλέγουµε πληροφορίες για αυτά. Η 
διασύνδεση είναι ασύρµατη και βασίζεται σε ραδιοκύµατα τα οποία µεταδίδονται 
στον αέρα.  Στο παρόν σύγγραµµα παρέχονται  όλες οι απαραίτητες πληροφορίες για 
την κατανόηση των βασικών χαρακτηριστικών λειτουργίας της τεχνολογίας RFID. 
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2. BΑΣΙΚΕΣ  ΕΝΝΟΙΕΣ ΚΑΙ ΣΥΣΤΑΤΙΚΑ RFID 
 
 
Το RFID (ακρωνύµιο του Radio Frequency 
IDentification) αποτελεί την πλέον σύγχρονη -όσον 
αφορά στην εφαρµογή της- τεχνολογία ηλεκτρονικής 
ταυτοποίησης. Στηρίζεται στη χρήση ραδιοκυµάτων και 
επιτρέπει την αυτόµατη αναγνώριση ανθρώπων ή, κατά 
κύριο λόγο, αντικειµένων (προϊόντων) τα οποία φέρουν 
RFID tags (ετικέτες που ενσωµατώνουν µικροεπεξεργαστή και κεραία) και µπορούν 
να ανιχνευθούν αυτόµατα από σταθερούς ή φορητούς αναγνώστες (readers) RFID, 
χωρίς να είναι απαραίτητη η σάρωση του κάθε µεµονωµένου αντικειµένου. Η κεραία 
επιτρέπει στο µικροεπεξεργαστή να µεταφέρει τις πληροφορίες αναγνώρισης στον 
αναγνώστη, ο οποίος µε τη σειρά του µετατρέπει τα ραδιοκύµατα που 
"αντανακλώνται" από την ετικέτα RFID σε ψηφιακές πληροφορίες. Οι πληροφορίες 
αυτές µπορούν στη συνέχεια να "περάσουν" σε υπολογιστές για περαιτέρω χρήση. 
 
Πιο συγκεκριµένα, σύµφωνα µε τον κ. Α. Καζάκο (2001), του Μεταπτυχιακού 
Προγράµµατος στις Επιστήµες των Αποφάσεων, ΑΣΟΕΕ, « Ο όρος RFID αναφέρεται 
στη χρήση ραδιοκυµάτων για την αυτόµατη αναγνώριση / ταυτοποίηση αντικειµένων. 
Τα ραδιοκύµατα είναι ηλεκτροµαγνητικά κύµατα, τα οποία κυµαίνονται µεταξύ 
10KΗz και 300 GHz. Η RFID είναι µια ευέλικτη τεχνολογία, εύκολη στη χρήση και 
προσαρµοσµένη για να εξυπηρετεί ανάγκες αυτοµατοποίησης. Η ιδέα πίσω από αυτή 
είναι ίδια µε αυτή των barcode. Τα συστήµατα barcode χρησιµοποιούν έναν 
«αναγνώστη» και κωδικοποιηµένες ετικέτες προσκολληµένες πάνω σε ένα 
αντικείµενο, ενώ η µεταφορά πληροφορίας µεταξύ ετικέτας και «αναγνώστη» γίνεται 
µε οπτικά σήµατα. Τα RFID χρησιµοποιούν επίσης, έναν «αναγνώστη» και ειδικές 
συσκευές (tags - transponders), προσκολληµένες στα αντικείµενα ενώ η µεταφορά 
πληροφορίας γίνεται µέσω ραδιοκυµάτων. Παρ' όλη όµως την οµοιότητα ως 
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σύλληψη, η RFID τεχνολογία προσφέρει πολλά και σηµαντικά πλεονεκτήµατα σε 
σχέση µε αυτή των barcode.»  
 
Η ιστορία της τεχνολογίας RFID, σύµφωνα µε την ηλεκτρονική εγκυκλοπαίδεια 
Wikipedia(Wikipedia,http://en.wikipedia.org/wiki/Radiofrequency_identification#
History_and_technology_background), ξεκινά το 1946 όταν ο Léon Theremin 
εφεύρε ένα εργαλείο κατασκοπείας για τη Σοβιετική Ένωση που αναµετέδιδε ηχητικά 
ραδιοκύµατα. Η τεχνολογία αυτή θεωρείται ως ο προκάτοχος της τεχνολογίας RFID. 
Υπάρχει όµως και µια άλλη εκδοχή σύµφωνα µε την οποία το 1939 χρησιµοποιήθηκε 
µια παρόµοια τεχνολογία από το Ηνωµένο Βασίλειο, συγκεκριµένα ένας 
αναµεταδότης IFF για την αναγνώριση αεροσκαφών στον Β΄ Παγκόσµιο Πόλεµο. 
Αργότερα, το 1948 δηµοσιεύτηκε το έγγραφο µε  τίτλο "Communication by Means of 
Reflected Power” από τον Harry Stockman, το οποίο χαρακτηρίζεται ως ορόσηµο για 
την τεχνολογία RFID. Κατόπιν, το 1973 κατασκευάζεται από τον Αµερικάνο Mario 
Cardullo ο πρώτος αληθινός πρόγονος του  RFID, ένας παθητικός αναµεταδότης µε 
µνήµη, ο οποίος χρησιµοποιήθηκε  ως συσκευή φόρου από τη λιµενική αρχή της 
Νέας Υόρκης. Παράλληλα την ίδια χρονιά, ο Steven Depp, ο Alfred Koelle και ο 
Robert Freyman πραγµατοποιούν την πρώτη επίδειξη των RFID ετικετών στο εθνικό 
εργαστήριο του Los Alamos. Συγκεκριµένα το φορητό σύστηµα λειτουργούσε σε 915 
MHZ και χρησιµοποιούσε ετικέτες των 12-bit. Στη συνέχεια, το 1983 χορηγήθηκε το 
πρώτο δίπλωµα ευρεσιτεχνίας που συνδέεται µε την τεχνολογία RFID στον 
Αµερικάνο Charles Walton. Το 2005 ο στρατός ∆ανίας χρησιµοποίησε την 
τεχνολογία  RFID για διαχείριση διαδικασιών αποστολής άψυχου υλικού του ΝΑΤΟ.   
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2.1 Τεχνολογία του RFID 
 
2.1.1 Τα βασικά της τεχνολογίας Auto-ID 
 
Ο όρος Auto-ID αποτελεί τον ευρύτερο χαρακτηρισµό των τεχνολογιών που βοηθούν 
τις µηχανές να αναγνωρίζουν αντικείµενα. Συχνά συνοδεύεται µε τον όρο Automatic 
Capture Data που χρησιµοποιείται για να περιγράψει συστήµατα που συλλέγουν 
πληροφορίες για αντικείµενα και τα µεταφέρουν σε κεντρικούς υπολογιστές 
αυτόµατα, χωρίς την υποστήριξη εργαζοµένων για την αναγκαία πληκτρολόγηση. 
Βασικός στόχος ύπαρξης των τεχνολογιών αυτών είναι η αύξηση της 
αποδοτικότητας, ο περιορισµός των λανθασµένων δεδοµένων εισόδου και η 
αναβαθµισµένη επεξεργασία των δεδοµένων µε χρήση πολύπλοκων συναρτήσεων 
βιβλιοθηκών. Κυρίαρχα παραδείγµατα τέτοιων τεχνολογιών αποτελούν οι Barcodes, 
Smart Tags, συσκευές αναγνώρισης φωνής, οπτικής αναγνώρισης χαρακτήρων, Radio 
Frequency Identification και άλλες. 
Το συνολικό οικοδόµηµα της τεχνολογίας Auto-ID συνίσταται από την ύπαρξη και 
συνεργασία των παρακάτω εξατοµικευµένων τεχνολογιών (Ashton, 2003) : 
• Γραµµωτού κώδικα (Bar Code) 
• Οπτικής Αναγνώρισης Χαρακτήρων (Optical Character Recognition) 
• Αναγνώρισης µε χρήση Ραδιοσυχνότητας (Radio Frequency ID) 
• Μηχανικής Ενόρασης (Machine Vision) 
• Μαγνητικής Ρίγας (Magnetic Stripe) 
• Έξυπνων Καρτών (Smart Cards) 
• Μνήµη Αφής (Touch Memory) 
• Φωνητική Είσοδος ∆εδοµένων (Voice Data Entry) 
• Επικοινωνία ∆εδοµένων µέσω Ραδιοσυχνότητας (Radio Frequency Data 
Communications-RFDC) 
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Όλα τα συστήµατα Auto-ID συνίστανται από τα ακόλουθα βασικά χαρακτηριστικά 
(Kambil, 2001):  
• Ένα προϊόν, εξάρτηµα, συστατικό, κιβώτιο, παλέτα, κ.τ.λ. Οποιασδήποτε µορφής 
αναγνώριση της ταυτότητας του εκάστοτε αντικειµένου, καθώς αυτό ακολουθεί 
τη διαδικασία παραγωγής, αποθήκευσης ή διανοµής θα επέφερε αναµφισβήτητα 
ένα συγκριτικό πλεονέκτηµα. 
• Μία ταµπέλα, ετικέτα ή κωδικοποιηµένη εντολή είναι προσαρτηµένη στο 
αντικείµενο, ώστε να καθίσταται δυνατή η αυτόµατη ανάγνωση της µε σκοπό τον 
προσδιορισµό του αντικειµένου, την προέλευση του, την ταυτότητα του 
αποστολέα ή του παραλήπτη του ή την εξακρίβωση οποιασδήποτε άλλης µορφής 
πληροφορία που χρίζει ενδιαφέροντος από το χρήστη. 
• Ένας αυτόµατος, σταθερός ή φορητός αναγνώστης (barcode reader, optical 
character reader, magnetic stripe reader, RFID reader) διαβάζει τον κώδικα, τον 
αξιολογεί και καταχωρεί το περιεχόµενό του σε µία κεντρική µονάδα ελέγχου 
δεδοµένων και πληροφοριών. 
Η πληροφορία επεξεργάζεται και µεταφέρεται σε ένα ειδικά διαµορφωµένο δίκτυο 
υπολογιστών για περαιτέρω µελέτη και επεξεργασία των δεδοµένων. Ίσως το πιο 
διαδεδοµένο και ευρέως αποδεκτό Auto-ID σύστηµα αποτελεί αυτό του γραµµωτού 
κώδικα, που αναπτύχθηκε στη δεκαετία του 1970 και κατέχει σήµερα το µεγαλύτερο 
µερίδιο στην παγκόσµια αγορά συστηµάτων Auto-ID. Σηµείο αναφοράς αποτελεί το 
συµπέρασµα στο οποίο καταλήγει η πλειοψηφία των χρηστών τεχνολογίας Auto-ID, 
σύµφωνα µε το οποίο οι εν λόγω τεχνολογίες προσδίδουν ένα συµπληρωµατικό παρά 
ένα άκρως ανταγωνιστικό πλεονέκτηµα (Landt, 2005). Στη συνέχεια εξετάζεται η πιο 
πρόσφατη εκδοχή των συστηµάτων Auto-ID, αυτή του RFID. 
R.F.I.D. ΚΑΙ ΕΠΙΧΕΙΡΗΜΑΤΙΚΕΣ ΕΦΑΡΜΟΓΕΣ ΕΥΑ ΜΩΥΣΙΑΔΟΥ 
14 
 
 
   Εικόνα 2.1 : Σχηµατική αναπαράσταση λειτουργίας κυκλώµατος Auto-ID 
 
 
2.1.2 Radio Frequency ID 
 
Οι πλέον σύγχρονες τεχνολογίες Auto-ID που πλαισιώνονται µε τη χρήση ενός 
ενιαίου ηλεκτρονικού κώδικα (Electronic Product Code-EPC)2 και ειδικά 
διαµορφωµένων ετικετών (tags) εγγυούνται την αποκόµιση ακόµα µεγαλύτερου 
ποσού εσόδων στον κλάδο της βιοµηχανίας. Η καινοτοµική αυτή τεχνολογία 
αναβαθµίζει ουσιαστικά την µέχρι πρότινος ικανότητα αναγνώρισης των 
αντικειµένων µέσω των Barcodes και του UPC, επιδεικνύοντας έναν πιο ακριβή και 
συγκεκριµένο τρόπο συλλογής των απαραίτητων πληροφοριών, εκµηδενίζοντας 
ουσιαστικά το εργατικό κόστος και τον απαιτούµενο χρόνο που απαιτούνται για τη 
συλλογή αυτή (Want, 2004) . Η καλύτερης ποιότητα πληροφορία που εγγυούνται τα 
συστήµατα RFID επιτρέπει στις εταιρείες τον έλεγχο και τη διακίνηση µεµονωµένων 
αντικειµένων στην εφοδιαστική αλυσίδα, αυξάνοντας την αποδοτικότητα των 
επιµέρους διαδικασιών, βελτιώνοντας τη διαχείριση των κεφαλαίων τους, την 
ακρίβεια στην πρόγνωση µελλοντικής ζήτησης και την ικανότητα προσαρµογής τους 
                                                           
2
  Η EPC Global είναι ένας οργανισµός αποτελούµενος από διαφορετικούς φορείς  µε αντικείµενο την 
ανάπτυξη προτύπων της τεχνολογίας RFID ώστε να βελτιωθεί η  αποτελεσµατικότητα και να 
περιορισθούν τα λάθη στην λειτουργία της εφοδιαστικής αλυσίδας. Αυτό θα καταστεί δυνατό µε την 
αυτοµατοποίηση του εντοπισµού προϊόντων µε την βοήθεια της τεχνολογίας RFID µέσω ενός 
παγκόσµιου δικτύου ανταλλαγής πληροφοριών. 
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στις συνεχώς εναλλασσόµενες και άµεσα εξαρτώµενες συνθήκες προµηθειών και 
ζήτησης. 
Η µέχρι στιγµής δοκιµή της τεχνολογίας RFID από τις επιχειρήσεις περιορίζεται σε 
κλειστό κύκλο (closed loop systems) ελέγχου των προϊόντων της. Αυτό πρακτικά 
σηµαίνει ότι δοκιµάζουν την τεχνολογία σε προϊόντα που δεν φεύγουν από την 
επιτήρησή της, αποφεύγοντας έτσι τον κίνδυνο αναγνώρισης των χαρακτηριστικών 
που αναγράφονται πάνω στις RFID Tags από ανταγωνιστές τους. Οι περισσότερες 
όµως επιχειρήσεις δεν δρουν αυτόνοµα και συνεργάζονται µε άλλες που ανήκουν σε 
άλλα τµήµατα της εφοδιαστικής αλυσίδας. Εδώ επαφίεται και το πρόβληµα της 
τεχνολογίας RFID που δεν είναι τυποποιηµένη (proprietary). Για να αναγνωριστεί 
προς το παρόν ένα συγκεκριµένο προϊόν που εξέρχεται από µία επιχείρηση Α και 
διαβιβάζεται σε µία επιχείρηση Β, πρέπει η δεύτερη να έχει επενδύσει στην 
τεχνολογία από τον ίδιο συγκεκριµένο κατασκευαστή RFID που προµήθευσε και την 
Α, για λόγους συµβατότητας (Baudin, 2005). 
Ανεξάρτητα και µεµονωµένα τεµάχια αναγνωρίζονται µέσω ενός 96-bit ηλεκτρονικού 
κώδικα (EPC) που περιέχεται σε ένα ειδικά διαµορφωµένο microchip  που 
ονοµάζεται ΄΄έξυπνη ετικέτα΄΄ (smart tag). O ηλεκτρονικός κώδικας είναι σε θέση να 
αναγνωρίσει ενιαία την ταυτότητα περισσότερων από 268 εκατοµµυρίων 
παραγωγών-κατασκευαστών ο καθένας από τους οποίους δύνανται να παράγει-
κατασκευάζει περισσότερα από ένα εκατοµµύρια προϊόντα, αφήνοντας επιπλέον και 
ένα υπεραρκετό περιθώριο µνήµης στην ετικέτα για λόγους µελλοντικής 
επαναγνώρισης. Οι ετικέτες, οι οποίες προσαρµόζονται πάνω στα εκάστοτε 
µεµονωµένα τεµάχια µέσω της εκτύπωσης τους από ειδικούς ΄΄smart label΄΄ printers, 
φέρουν ειδικά διαµορφωµένες κεραίες (antennas) που τους επιτρέπει να επικοινωνούν 
ασύρµατα (wireless) µε άλλες ηλεκτρονικές συσκευές, 
Ειδικά τοποθετηµένοι ασύρµατοι αναγνώστες (readers) χρησιµοποιώντας τεχνικές 
από την θεωρία των ραδιοκυµάτων ανιχνεύουν τις ετικέτες και µεταφέρουν τον 
µοναδικό ηλεκτρονικό κωδικό του τεµαχίου στο ειδικά διαµορφωµένο δίκτυο, όπου 
εµφανίζονται περισσότερες και λεπτοµερέστερες πληροφορίες που χαρακτηρίζουν το 
αντικείµενο. Οι πληροφορίες αυτές κοινοποιούνται στο δίκτυο και προβάλλονται 
στους παραγωγούς, τους προµηθευτές, τους διανοµείς ή σε οποιοδήποτε άλλο µέλος 
της εφοδιαστικής αλυσίδας που επιθυµεί να µάθει τα χαρακτηριστικά του 
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αντικειµένου. Αναγνώστες αναρτώµενοι για παράδειγµα στα ράφια καταστήµατος 
λιανικής πώλησης δύναται να ενηµερώσουν τους διαχειριστές για την ύπαρξη 
προϊόντων των οποίων η ηµεροµηνία ανάλωσης εκπίπτει. 
Στο δίκτυο, ο ηλεκτρονικός κώδικας (EPC) συνεργάζεται µε την Υπηρεσία 
Ονοµασίας Αντικειµένων (Object Naming Service-ONS) και µε µία ειδικά 
διαµορφωµένη γλώσσα προγραµµατισµού γνωστή ως Product Markup Language 
(PML). Το ONS ειδοποιεί το σύστηµα υπολογιστών για τον ακριβή τόπο συλλογής 
πληροφοριών για κάθε αντικείµενο στο Internet που φέρει τον ειδικό κώδικα, κατά 
αντιστοιχία δηλαδή µε το υπάρχον Domain Name System (DNS) του Internet που 
υποδεικνύει την διεύθυνση συγκεκριµένων ιστοσελίδων (web sites) στο World Wide 
Web, µε τη διαφορά ότι το ONS είναι πολύ µεγαλύτερο αφού διαχειρίζεται δεδοµένα 
εντοπισµού τρισεκατοµµυρίων αντικειµένων που φέρουν ΕPC (Soon, 2004). 
H PML αποτελεί τη νέα τυποποιηµένη γλώσσα προγραµµατισµού που 
χρησιµοποιείται για την περιγραφή φυσικών αντικειµένων, σε πλήρη αναλογία µε την 
HTML (Hyper Text Markup Language) που χρησιµοποιείται για την ανεύρεση των 
ιστοσελίδων του ∆ιαδικτύου από τους web browsers. 
Συνδυάζοντας όλα τα παραπάνω η τεχνολογία Αuto-ID καταφέρνει να υλοποιήσει 
ένα δίκτυο αποτελούµενο από bits (µονάδες πληροφορίας), το οποίο στοχεύει στην 
ευφυή και αµφίδροµη αλληλεπίδραση µεταξύ πληροφοριών, ανθρώπινου προσωπικού 
και επιχειρήσεων σε πραγµατικό χρόνο βελτιστοποιώντας τις διαδικασίες διαχείρισης 
της εφοδιαστικής αλυσίδας. 
 
Εικόνα 2.2: Product Markup Language 
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2.1.3 Electronic Product Code-EPC 
 
∆ηµιουργήθηκε από το Auto-ID Center µε βασικό στόχο την αναβάθµιση του ήδη 
υπάρχοντος barcode και όχι την άµεση αντικατάσταση του. Σε αυτή την κατεύθυνση 
υιοθέτησε τη βασική δοµή δηµιουργίας και τα πρότυπα που συνέταξε το Global Trade 
Item Number (GTIN) σε συνεργασία µε το Uniform Code Council (UCC) και το 
EAN International που συνιστούν τον παγκόσµιο οργανισµό τυποποίησης των 
barcodes ( EPCglobal, 2008). 
 
 
Εικόνα 2.3 : Η γενική µορφή του Electronic Product Code (EPC)  
 
Λειτουργία 
Αποτελείται από έναν 8-bits αρχικό αριθµό (Header) που υποδεικνύει το πρωτόκολλο 
λειτουργίας του EPC που χαρακτηρίζεται από τον τύπο και το µήκος του. Στη 
συνέχεια ακολουθεί ο 28-bits αριθµός (EPC Manager) που υποδηλώνει τον 
οργανισµό ή την επιχείρηση που εκµεταλλεύεται τον συγκεκριµένο κώδικα. Ο τρίτος 
αριθµός (Object-Class) αντιστοιχεί στον τύπο του προϊόντος. Ο τέταρτος και 
τελευταίος αριθµός (Serial Number) αντιστοιχεί στο συγκεκριµένο προϊόν και είναι 
µοναδικός για κάθε αντικείµενο, ξεχωρίζοντας το από κάθε άλλο προϊόν στον κόσµο. 
Τύποι 
Οι βασικοί τύποι κώδικα που έχουν προταθεί από το Auto-ID Center είναι δύο : 96- 
bits και 64-bits, µε περισσότερες πιθανότητες ευρείας αποδοχής και καθιέρωσης του 
δεύτερου αφού έτσι εξασφαλίζεται η µοναδικότητα του κωδικού κάθε συγκεκριµένου 
προϊόντος. Με τη χρήση του 96-bits κώδικα αποκτούν µοναδικό κωδικό 268 
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εκατοµµύρια επιχειρήσεις. Κάθε επιχείρηση µπορεί να έχει 16 εκατοµµύρια Object 
Class αριθµούς που ο κάθε ένας εξασφαλίζει την ανεξάρτητη αναγνώριση 68 
δισεκατοµµυρίων Serial Number, ικανοί να αναγνωρίσουν τα ανά τον κόσµο 
παραγόµενα προϊόντα για πολλά χρόνια ακόµα. Εξαιτίας του γεγονότος αυτού 
χρησιµοποιείται ο 64-bits EPC προς το παρόν, αφού υπερκαλύπτει τις ανάγκες τις 
αγοράς και δύναται να µειώσει την τιµή των RFID microchips τη στιγµή που η 
προσφορά υπερκαλύπτει τη ζήτηση. 
H διαδικασία προτυποποίησης της τεχνολογίας RFID βρίσκεται σε εξέλιξη. Ήδη 
υπάρχουν διεθνή πρότυπα για µερικές εξειδικευµένες εφαρµογές, όπως η ανίχνευση 
ζώων και οι «έξυπνες κάρτες» που απαιτούν κρυπτογράφηση για την ασφάλεια των 
δεδοµένων. Επίσης, σε εξέλιξη βρίσκονται πολλές πρωτοβουλίες για τη δηµιουργία 
προτύπων. Ο πιο γνωστός διεθνής οργανισµός προτυποποίησης (ISO) δουλεύει πάνω 
σε πρότυπα για την παρακολούθηση προϊόντων καθ' όλη τη διαδικασία της 
εφοδιαστικής αλυσίδας χρησιµοποιώντας ετικέτες υψηλής (ISO 18000-3) και υπερ-
υψηλής συχνότητας (ISO 18000-6) (ISO/IEC, 1999). 
 
2.1.4 EPCglobal 
 
Η EPCglobal είναι µη κερδοσκοπική κοινοπραξία που ιδρύθηκε από το Uniform 
Code Council, αποτελείται από πολλούς διαφορετικούς φορείς  και έχει στόχο την 
εµπορευµατοποίηση των τεχνολογιών των ηλεκτρονικών προϊοντικών κωδικών 
(Electronic Product Code - EPC) και την ανάπτυξη προτύπων της τεχνολογίας RFID 
ώστε να βελτιωθεί η  αποτελεσµατικότητα και να περιορισθούν τα λάθη στην 
λειτουργία της εφοδιαστικής αλυσίδας. Αυτό θα καταστεί δυνατό µε την 
αυτοµατοποίηση του εντοπισµού προϊόντων µε την βοήθεια της τεχνολογίας RFID 
µέσω ενός παγκόσµιου δικτύου ανταλλαγής πληροφοριών. Η EPCglobal "παρέλαβε" 
την τεχνολογία του EPC από το Auto-ID Center, ένα κέντρο του MIT (Massachusetts 
Institute of Technology, Ινστιτούτο Τεχνολογίας της Μασαχουσέτης), που άρχισε από 
το 1999 να χρηµατοδοτείται από το Uniform Code Council, την ΕΑΝ International 
και κάποιες εταιρίες όπως η Gillette και η Procter & Gamble, µε στόχο την ανάπτυξη 
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ετικετών EPC µαζικής παραγωγής και χαµηλού κόστους. Οι φορείς οι οποίοι 
συµµετέχουν στην EPC Global περιλαµβάνουν ( www.epcglobalinc.org): 
Οργανισµούς Εµπορίου:  UCC, EAN  
Κυβερνητικές Υπηρεσίες: Υπουργείο Αµύνης ΗΠΑ 
Προµηθευτές Προϊόντων: Procter and Gamble, Gillette, Johnson and Johnson 
Εκπρόσωποι Λιανεµπορίου: Wal-Mart, Metro AG 
Εταιρείες Τεχνολογίας: Hewlett-Packard, Cisco 
Ακαδηµαϊκά Ιδρύµατα: ΜΙΤ ( Μassachussets Institute of Technology) 
 
Το EPC Global Network είναι ένα δίκτυο το οποίο επιτρέπει την αυτόµατη 
αναγνώριση, σε πραγµατικό χρόνο, αντικειµένων σε όλα τα στάδια της εφοδιαστικής 
αλυσίδας, ανεξαιρέτως κατασκευάστριας εταιρείας, οικονοµικού τοµέα και 
τοποθεσίας παγκοσµίως. Το EPC Global Network αποτελείται από: 
1. Τον Ηλεκτρονικό Κωδικό Προϊόντος (EPC): αποτελούµενος από 64-256 bits, o 
EPC είναι ένας µοναδικός αριθµός ταυτοποίησης προϊόντος σε επίπεδο τεµαχίου 
2. Το Σύστηµα Αναγνώρισης (ID System): αποτελούµενο από παθητικές RFID 
ετικέτες που περιέχουν το EPC. Αυτό διαβάζεται από τους αναγνώστες RFID, και 
αποστέλλεται στα τοπικά πληροφοριακά συστήµατα της επιχείρησης µέσω του 
EPC λογισµικού (middleware). 
3. Το Λογισµικό EPC (EPC middleware): διαχειρίζεται γεγονότα ανάγνωσης 
πραγµατικού χρόνου και επικοινωνεί τα δεδοµένα που δέχεται στις Υπηρεσίες 
Πληροφοριών EPC και στα τοπικά πληροφοριακά συστήµατα της επιχείρησης.  
4. Υπηρεσίες Πληροφοριών EPC (EPC Information Services): Οι Υπηρεσίες 
Πληροφοριών EPC επιτρέπουν σε χρήστες την ανταλλαγή EPC δεδοµένων µε 
εµπορικούς συνεργάτες µέσω του EPC Global Network. 
5. Υπηρεσίες Ανακάλυψης (Discovery Services): Οι Υπηρεσίες Ανακάλυψης 
επιτρέπουν σε χρήστες να αναζητήσουν παγκοσµίως και να αποκτήσουν 
πρόσβαση σε δεδοµένα σχετικά µε έναν συγκεκριµένο κωδικό EPC. 
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2.2 Τµήµατα ενός συστήµατος RFID 
 
Τα βασικά τµήµατα ενός RFID συστήµατος είναι τα εξής: 
• ∆ύο ή περισσότερες κεραίες (access points) 
• Μία ή περισσότερες ετικέτες (Radio-Frequency Tag) 
• Ένας ή περισσότεροι αναγνώστες (Radio-Frequency Reader) 
• Ένας ή περισσότεροι label printers/tag encoders 
• Λογισµικό εφαρµογών και ένα host computer 
 
 
          Σχήµα 2.4 : Βασικά τµήµατα ενός συστήµατος RFID 
 
Η ετικέτα προσκολλάται πάνω στο εκάστοτε προς αναγνώριση αντικείµενο και 
εκπέµπει µέσω µίας ειδικά προσαρτηµένης κεραίας (antenna) έναν µοναδικό 96-bits 
ηλεκτρονικό κωδικό αναγνώρισης (Electronic Product Code-EPC) που περιέχει 
πληροφορίες για την προέλευση της παλέτας, του κιβωτίου ή του προϊόντος στα 
οποία είναι προσαρτηµένη. Η πληροφορία αυτή συλλέγεται από έναν αναγνώστη 
(Radio-Frequency Reader) και µεταφέρεται για περαιτέρω επεξεργασία στο κεντρικό 
λογισµικό διαχείρισης της επιχείρησης (Enterprise Recourse Planning-ERP). 
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 2.2.1 Κεραίες (Antennas) 
Οι κεραίες χρησιµοποιούνται τόσο στις ετικέτες όσο και στους αναγνώστες και 
κατηγοριοποιούνται ανάλογα µε τα τεχνικά χαρακτηριστικά τους. Το µέγεθός τους 
ποικίλει από µερικά τετραγωνικά εκατοστά έως µερικά τετραγωνικά µέτρα. Οι 
κεραίες πολύ υψηλών συχνοτήτων (Ultra High Frequency) των συσκευών ανάγνωσης 
χωρίζονται σε κεραίες οι οποίες εκπέµπουν και δέχονται ραδιοκύµατα από και προς 
όλες τις κατευθύνσεις (circular-polarized) και σε κεραίες οι οποίες µπορούν να 
εκπέµπουν και να λαµβάνουν ραδιοκύµατα από µια µόνο κατεύθυνση (linear-
polarized). Οι κεραίες circular polarized είναι λιγότερο ευαίσθητες στη θέση του 
ποµπού και του δέκτη αλλά έχουν µικρότερο εύρος λειτουργίας από τις κεραίες 
linear-polarized. 
 
 
2.2.2 Ετικέτες ή Αναµεταδότες (RFID Tags or Transporters) 
Η RFID Tag αποτελείται από ένα ειδικά διαµορφωµένο microchip πάνω στο οποίο 
είναι προσαρτηµένη µία antenna. Υπάρχουν διάφοροι τύποι RFID Tag για κάθε 
εφαρµογή της τεχνολογίας και το κόστος τους κρίνεται αποφασιστικής σηµασίας για 
την ευρεία εφαρµογή της τεχνολογίας. 
Οι ετικέτες ενός συστήµατος RFID αποτελούνται από δυο βασικά στοιχεία, ένα 
microchip και µια µικροσκοπική κεραία. Το microchip και η κεραία 
συναρµολογούνται σε µια ψηφίδα. Η ψηφίδα αυτή τοποθετείται στη συνέχεια µέσα 
σε κάποιο υλικό ώστε να δηµιουργηθεί η τελική ετικέτα. ∆ιαφορετικοί τύποι ετικετών 
χρησιµοποιούνται σε διαφορετικές περιβαλλοντικές συνθήκες. Για παράδειγµα 
ετικέτες που τοποθετούνται σε χάρτινες συσκευασίες µπορεί. να µην είναι 
κατάλληλες για ξύλινες παλέτες, µεταλλικά, κοντέινερ ή γυάλινες συσκευασίες. 
Οµοίως, το µέγεθος και η µορφή του, ανάλογα µε το είδος εφαρµογών του, διαφέρει. 
Έτσι µια ετικέτα µπορεί να έχει µέγεθος από µερικά χιλιοστά. ως µερικά 
εκατοστά.Μπορεί επίσης να είναι λεπτή και ευλύγιστη έτσι ώστε να ενσωµατώνεται 
σε µια αυτοκόλλητη ετικέτα. Οι ετικέτες µπορεί επίσης να διαφέρουν και στην 
απόδοση, όπως στην ικανότητα ανάγνωσης / γραφής και στις απαιτήσεις για 
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µπαταρία και µνήµη. Οι λεπτές - χάρτινες ετικέτες, γνωστές σαν ‘έξυπνες’ ετικέτες 
χρησιµοποιούνται συνήθως σε εφαρµογές µιας χρήσης, όπως στην ταυτοποίηση 
συσκευασιών και παλετών (Mortensen, 2004). 
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Σχήµα 2.5 : ∆ιάφορα είδη από RFID tags 
 
Κατηγορίες RFID tags 
Active vs Passive 
Οι Active Tags φέρουν µία µπαταρία η οποία χρησιµοποιείται για να τροφοδοτεί µε 
την απαραίτητη ηλεκτρική ενέργεια το microchip και για να µεταφέρει το σήµα στον 
RFID Reader. Αντίθετα οι Passive Tags δεν φέρουν µπαταρία και επικοινωνούν µε 
τον αναγνώστη µε τη χρήση ηλεκτροµαγνητικών κυµάτων που χρησιµοποιούνται και 
για τη φόρτιση του microchip. Υπάρχουν και οι Semi-Passive Tags οι οποίες φέρουν 
µπαταρία για την φόρτωση του microchip αλλά χρησιµοποιούν την ενέργεια του 
Reader για να µεταφέρουν το σήµα. Οι Active και οι Semi-Passive Tags είναι 
κατάλληλες για την παρακολούθηση ακριβών προϊόντων λόγω της µεγάλης τους 
εµβέλειας (πάνω από τα 150 µέτρα), η τιµή τους όµως κυµαίνεται πάνω από το ένα 
δολάριο, καθιστώντας τις απαγορευτικές για την ανίχνευση φθηνών προϊόντων. 
Αντίθετα οι Passive-Tags αν και διακρίνονται από την κατά πολύ µικρότερη εµβέλεια 
σε σχέση µε τις Active και τις Semi-Passive Tags η οποία δεν ξεπερνά τα 15 µέτρα, 
έχουν χαµηλότερη τιµή και δεν χρειάζονται συντήρηση.  
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Read-Write vs Read-Only 
To microchip, που αποτελεί και τον πυρήνα των RFID Tags µπορεί να είναι Read- 
Write ή Read-Only. Με τα Read-Write microchips είναι δυνατή η προσθήκη 
πληροφοριών στα δεδοµένα της RFID Tag ή ακόµη και η ολική επανεγγγραφή τους, 
καθώς το προϊόν κινείται διαδοχικά στα τµήµατα της εφοδιαστικής αλυσίδας και 
βρίσκεται στην εµβέλεια του αναγνώστη. Αντίθετα τα Read-Only microchips 
µεταφέρουν πληροφορίες οι οποίες δεν δύναται να αντικατασταθούν ή να 
συµπληρωθούν, κοστίζουν όµως φθηνότερα και µπορούν να αξιοποιηθούν ευρύτερα. 
Υπάρχουν βέβαια ειδικές λειτουργικές ιδιότητες όπως η Electrically Erasable 
Programmable Read-Only Memory (EEPROM), ένα είδος ηλεκτρονικής µνήµης που 
µπορεί να προσαρτηθεί στο Read-Only microchip και να του επιτρέψει την µερική 
επανεγγγραφή του. 
 
2.2.3 Αναγνώστες (RFID Readers) 
 
Οι RFID Readers χρησιµοποιούν µία ποικιλία µεθόδων για να επικοινωνήσουν µε τις 
RFID Tags. H πλέον διαδεδοµένη, που χρησιµοποιείται για την ανάγνωση Passive 
Tags σε µικρή εµβέλεια ονοµάζεται Inductive Coupling και συνίσταται στη 
δηµιουργία µαγνητικού πεδίου ανάµεσα στην antenna του αναγνώστη και στην 
antenna της ετικέτας. Η ετικέτα τροφοδοτείται µε την απαραίτητη ενέργεια από το 
πεδίο και εκπέµπει ραδιοκύµατα στον αναγνώστη που µετατρέπονται σε ψηφιακή 
πληροφορία, τον ηλεκτρονικό κώδικα (EPC). 
Οι συσκευές ανάγνωσης στα συστήµατα RFID επιτρέπουν σηµαντική ευελιξία στην 
τοποθέτηση γιατί., σε αντίθεση µε τις συσκευές αναγνώρισης των barcodes, δεν 
απαιτούν το σήµα να βρίσκεται σε ευθεία γραµµή και για το λόγο αυτό το εύρος 
ανάγνωσης είναι µεγάλο. Έτσι οι αναγνώστες µπορούν να τοποθετηθούν κάτω από το 
πάτωµα,  να αναρτηθούν στη οροφή. Επιπλέον η ζώνη υπερύψηλης συχνότητας 
(UHF) που χρησιµοποιείται σε πολλά εµπορικά συστήµατα RFID εξασφαλίζει ένα 
µεγάλο εύρος ανάγνωσης, µεγαλύτερο των δέκα µέτρων. Υπάρχουν πολλοί τύποι 
συσκευών ανάγνωσης που µπορούν να ενσωµατωθούν στις λειτουργίες της 
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εφοδιαστικής αλυσίδας., όπως φορητοί αναγνώστες µε λαβή, αναγνώστες που 
τοποθετούνται σε οχήµατα και περονοφόρα ανυψωτικά µηχανήµατα και σταθεροί 
αναγνώστες σε θύρες εκφόρτωσης και εισόδου. 
 
 
 
   Σχήµα 2.6 : ∆ιάφορα είδη από RFID readers 
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Αgile Readers 
Η τιµή των αναγνωστών κυµαίνεται στα 1000$ και δύναται να αναγνωρίσουν 
ετικέτες που εκπέµπουν σε µία µόνο συγκεκριµένη συχνότητα. Πραγµατοποιούνται 
ωστόσο προσπάθειες για την κατασκευή ευέλικτων αναγνωστών (agile Readers) οι 
οποίοι θα µπορούν να αναγνωρίσουν ετικέτες µε περισσότερες συχνότητες 
λειτουργίας, µειώνοντας έτσι το απαραίτητο κόστος εφαρµογής της τεχνολογίας 
(Poon, 2008). 
 
Reader Collision 
Το βασικό πρόβληµα των RFID Readers συνίσταται στο γεγονός της παρεµβολής των 
σηµάτων τους στην περίπτωση που συνυπάρχουν περισσότεροι του ενός σε µία 
ορισµένη περιοχή εµβέλειας. Το πρόβληµα αυτό ονοµάζεται Reader Collision και ήδη 
εξετάζονται τρόποι αντιµετώπισής του. Ένας από αυτούς χρησιµοποιεί ειδικούς 
αλγορίθµους που επιτρέπουν την διαδοχική λειτουργία καθενός εκ των αναγνωστών 
που παρευρίσκονται στην περιοχή και ονοµάζεται Time Division Multiple Access- 
TDMA. Με την επίλυση του προβλήµατος της παρεµβολής, δηµιουργείται 
ταυτόχρονα ένα άλλο, αυτό της πολλαπλής ανάγνωσης της ίδιας ετικέτας από τους 
αναγνώστες που λειτουργούν διαδοχικά. Ειδικά συστήµατα διαγραφής των 
διπλοτυπωµένων κωδικών αναπτύσσονται ωστόσο, ολοκληρώνοντας την 
λειτουργικότητα των αναγνωστών. 
 
Tag Collision 
Ένα άλλο πρόβληµα λειτουργικότητας των αναγνωστών προκύπτει κατά την 
ταυτόχρονη ανάγνωση πολλών microchips και ονοµάζεται Tag Collision. Πρόκειται 
για τη σύγχυση που προκαλείται στον αναγνώστη όταν λαµβάνει περισσότερων του 
ενός σήµατα ραδιοκυµάτων ταυτόχρονα. Αναπτύσσεται ωστόσο µία µέθοδος 
αντιµετώπισης που συνίσταται στη συνεχή διαφοροποίηση και ταξινόµηση των 
ετικετών ανάλογα µε τα ψηφία τους . Πιο συγκεκριµένα δηµιουργείται ένας ειδικός 
βρόγχος στο λειτουργικό σύστηµα του αναγνώστη ο οποίος επικοινωνεί µε το 
λειτουργικό σύστηµα της ετικέτας και λειτουργεί ως εξής : στην αρχή ο αναγνώστης 
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ζητά να ανταποκριθεί η ετικέτα µε αρχικό ψηφίο ηλεκτρονικού κώδικα το 0. Σε 
περίπτωση ανταπόκρισης περισσότερων της µίας ετικέτας ο αναγνώστης ζητά να 
ανταποκριθεί εκείνη που έχει και το δεύτερο ψηφίο 0. Η διαδικασία επαναλαµβάνεται 
µέχρι την ανεύρεση της ετικέτας µε το µοναδικό ηλεκτρονικό κώδικα, όπου και 
αναγνωρίζεται. Η διαδικασία επαναλαµβάνεται µε τόση ταχύτητα ώστε να 
ανιχνεύονται 50 ετικέτες σε λιγότερο από ένα δευτερόλεπτο.  
 
2.2.4 Smart Label Printer 
 
Αποτελούν αναβάθµιση των ήδη υπαρχόντων bar code printers και εκτός της 
αναγραφής του κλασσικού γραµµωτού κώδικα φέρουν και την ειδική RFID Tag. 
Εξαιτίας του ότι η RFID Tag ανιχνεύεται µόνο από τους RFID Readers, οι smart 
labels φέρουν και τον γραµµωτό κώδικα για να µπορούν να αναγνωρίζονται και από 
τον άνθρωπο. 
 
Σχήµα 2.6 : ∆ιάφορα είδη από RFID Label Printers 
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2.2.5 Λογισµικό 
 
The Savant 
Σε έναν κόσµο όπου κάθε αντικείµενο θα χαρακτηρίζεται µέσω του ηλεκτρονικού του 
κώδικα, οι RFID Readers θα συλλέγουν τεράστια ποσά δεδοµένων, η διαχείριση και 
η µεταφορά των οποίων αποτελεί ιδιαίτερη και επίπονη διαδικασία. Ως Savant 
αποκαλείται το εξειδικευµένο λογισµικό διαχείρισης των δεδοµένων και αποτελεί την 
καρδιά του RFID δικτύου. 
∆οµή 
Το Savant είναι ένα ειδικά διαµορφωµένο λογισµικό το οποίο διαφέρει από την 
πλειονότητα των λειτουργικών που χρησιµοποιούνται στις επιχειρήσεις. Αυτό 
έγκειται στο γεγονός ότι το Savant δεν λειτουργεί και επεξεργάζεται δεδοµένα 
αυτόνοµα σε µία κεντρική υπολογιστική µονάδα, αλλά συνεργάζεται µε ένα πλήθος 
υπολογιστών οι οποίοι διαχειρίζονται τα δεδοµένα ιεραρχικά βάσει προτεραιότητας 
και µπορεί να βρίσκονται στην ίδια ή διαφορετικές επιχειρήσεις ταυτόχρονα. Έτσι 
Savants παρευρίσκονται την ίδια χρονική στιγµή σε καταστήµατα, κέντρα διανοµής, 
κεντρικά γραφεία ακόµη και σε φορτηγά ή containers. Tα Savants σε κάθε επίπεδο 
καλούνται να συλλέγουν και να επεξεργάζονται πληροφορίες και στη συνέχεια να 
αλληλεπιδρούν µεταξύ τους µε σκοπό την µέγιστη αξιοποίηση των δεδοµένων. Έτσι 
για παράδειγµα το Savant που βρίσκεται σε ένα κατάστηµα λιανικής πώλησης 
πληροφορεί το αντίστοιχο Savant που βρίσκεται στο κέντρο διανοµής για τις ανάγκες 
υπερπλήρωσης συγκεκριµένου προϊόντος. Το Savant του κέντρου διανοµής 
επεξεργάζεται την πληροφορία και ειδοποιεί το κατάστηµα ότι συγκεκριµένη 
παραγγελία αναχώρησε συγκεκριµένη χρονική στιγµή για την κάλυψη των αναγκών 
του καταστήµατος. Στη συνέχεια περιγράφονται οι βασικές λειτουργικές ιδιότητες 
του Savant (Ateniese, 2005): 
Εξοµάλυνση ∆εδοµένων (Data Smoothing): Τα Savants που βρίσκονται 
προσαρτηµένα στις άκρες του δικτύου, στους RFID Readers για παράδειγµα, έχουν 
σαν σκοπό την πλήρη εξοµάλυνση και οµαδοποίηση των συλλεχθέντων δεδοµένων. 
Υπάρχουν περιπτώσεις όπου κάποιες ετικέτες δεν αναγνωρίζονται, ενώ κάποιες άλλες 
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αναγνωρίζονται περισσότερες από µία φορές. Χρησιµοποιώντας έξυπνους 
αλγορίθµους το Savant καλείται να διορθώνει ατέλειες και λάθη τέτοιου του είδους 
ενισχύοντας το συντονισµό µεταξύ των αναγνωστών. 
Προώθηση ∆εδοµένων (Data Forwarding): Σε κάθε τµήµα και επίπεδο της 
εφοδιαστικής αλυσίδας, το αντίστοιχο Savant αποφασίζει το είδος και την 
κατεύθυνση της πληροφορίας. Έτσι για παράδειγµα το Savant που ελέγχει και 
επεξεργάζεται δεδοµένα που σχετίζονται µε κατεψυγµένα προϊόντα, αλλαγές και 
αυξοµειώσεις στην θερµοκρασία αποτελούν κυρίαρχης σηµασίας πληροφορίες που 
απαιτείται να προωθηθούν προς τα αντίστοιχα υπεύθυνα τµήµατα. 
Αποθήκευση ∆εδοµένων (Data Storage): Οι ήδη υπάρχουσες βάσεις δεδοµένων 
αδυνατούν να εκτελέσουν περισσότερες από µερικές εκατοντάδες πράξεις το 
δευτερόλεπτο. Ένας επιπλέον ρόλος του Savant είναι να λειτουργεί ως µία extra 
αποθήκη µνήµης ( real-time-in-memory event database- REID) ειδικά σχεδιασµένη 
για την αποθήκευση και επεξεργασία των EPC, ώστε να αποφεύγεται η υπερφόρτωση 
(overloaded) και η δυσλειτουργία των βάσεων δεδοµένων από τον τεράστιο όγκο 
πληροφοριών. 
Τask Management: Όλα τα Savants ανάλογα µε το επίπεδο και την ιεραρχία τους 
στο δίκτυο του RFID, είναι εφοδιασµένα µε ειδικά συστήµατα διαχείρισης δεδοµένων 
και πληροφοριών Task Management Systems (TMS) που τους επιτρέπουν να 
εκτελούν αυτόµατα ορισµένες προκαθορισµένες λειτουργίες. Έτσι για παράδειγµα το 
Savant που είναι εγκατεστηµένο σε ένα κατάστηµα λιανικής πώλησης, µε την 
εφαρµογή ενός κατάλληλου ΤΜS, δύναται να ειδοποιήσει τον υπεύθυνο της 
αποθήκης σε περίπτωση που η διαθεσιµότητα συγκεκριµένου προϊόντος στο ράφι, 
πέσει κάτω από ένα προκαθορισµένο επίπεδο. 
Object Name Service (ONS): Από τη στιγµή που η µοναδική πληροφορία που θα 
µεταφέρεται πάνω στις RFID Tags είναι ο EPC, οι υπολογιστές χρειάζονται έναν 
τρόπο αντιστοίχησης του κώδικα µε το εκάστοτε προϊόν. Αυτός είναι και ο ρόλος του 
ONS, ο οποίος υποδεικνύει στους υπολογιστές τις ιστοσελίδες στον World Wide Web 
όπου υπάρχουν πληροφορίες σχετικές µε την ταυτότητα του αναγνωριζόµενου 
προϊόντος, σε πλήρη αναλογία µε το Domain Name Service (DNS) του Internet. 
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Πιο αναλυτικά, τη στιγµή που ο αναγνώστης διαβάζει την ετικέτα, ο EPC του 
προϊόντος µεταφέρεται στο Savant που µε τη βοήθεια του ONS βρίσκει την ακριβή 
τοποθεσία ανεύρεσης πληροφοριών για το προϊόν στο Internet ή σε κάποιο τοπικό 
δίκτυο. Το ONS υποδεικνύει δηλαδή στο Savant έναν server όπου βρίσκονται όλες οι 
απαραίτητες πληροφορίες για το αναγνωρισθέν αντικείµενο. Στη συνέχεια το Savant 
αποθηκεύει τις πληροφορίες και τις µεταφέρει στο δίκτυο της επιχείρησης για την 
κατάλληλη επεξεργασία ανάλογα µε την εφαρµογή. Γίνεται αντιληπτό ότι ο ONS 
καλείται να αναζητήσει πληροφορίες από έναν µεγάλο αριθµό αποθηκευµένων 
ιστοσελίδων και για το λόγο αυτό κρίνεται σκόπιµη η ύπαρξη τοπικών servers οι 
οποίοι θα περιέχουν συγκεντρωµένες τις απαραίτητες πληροφορίες των διακινούντων 
προϊόντων για γρήγορη αναζήτηση. Πιο συγκεκριµένα ένας κατασκευαστής 
υπολογιστών µπορεί να µεταφέρει τις πληροφορίες των κύριων εξαρτηµάτων που 
προµηθεύεται σε ένα ειδικά διαµορφωµένο τοπικό δίκτυο. Εκεί θα ανατρέχει κάθε 
φορά ο ONS για τη συλλογή δεδοµένων σε περίπτωση άφιξης συγκεκριµένης 
παραγγελίας, αντί να ανατρέχει στο Internet όπου ο χρόνος αναζήτησης είναι πολύ 
µεγαλύτερος. 
 
Εικόνα 2.7: Σχηµατική αναπαράσταση γνωστοποίησης της πληροφορίας 
 
Physical Markup Language (PML) 
Ο EPC αναγνωρίζει ανεξάρτητα αντικείµενα, όλες οι απαραίτητες πληροφορίες όµως 
για την περιγραφή του προϊόντος αναγράφονται µε µία νέα παγκόσµια τυποποιηµένη 
γλώσσα προγραµµατισµού που ονοµάζεται Physical Markup Language (PML) και 
πρόκειται να αποτελέσει τον βασικό τρόπο περιγραφής φυσικών αντικειµένων και 
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διαδικασιών που λαµβάνουν χώρα στο βιοµηχανικό περιβάλλον. Η PML βασίζεται 
στην ευρέως διαδεδοµένη και αποδεκτή eXtensible Markup Language (XML), που 
αποτελεί το βασικό τρόπο ανταλλαγής πληροφοριών µεταξύ των υπολογιστών µέσω 
Internet. Λειτουργεί σε πλήρη αναλογία µε την HTML τη βασική γλώσσα 
προγραµµατισµού για περιγραφή των διαδικασιών του ∆ιαδυκτίου. 
 
 
Εικόνα 2.8: Βρόγχος της γλώσσας PML 
 
 
Πρότυπα (Standards) 
Η PML πρόκειται να αποτελέσει το βασικό τρόπο περιγραφής φυσικών αντικείµενων 
όπως προαναφέρθηκε. Έτσι για παράδειγµα ένα αλουµινένιο κουτί της Coca-Cola, θα 
περιγράφεται ως ανθρακούχο πόσιµο προϊόν, το οποίο θα ανήκει στην υποκατηγορία 
των soft-drinks που ανήκουν στη ευρύτερη κατηγορία των προϊόντων διατροφής. Το 
προαναφερθέν παράδειγµα αποτελεί µία απλή περίπτωση και προκειµένου να 
διασφαλισθεί η εγκυρότητα της PML σε περισσότερο πολύπλοκες περιπτώσεις, έχει 
υιοθετήσει τα πρότυπα που έχουν συνταχθεί σε παγκόσµιους οργανισµούς 
τυποποίησης όπως το International Bureau of Weights and Measures και το National 
Institute of Standards and Technology στις ΗΠΑ. 
 
Τύποι ∆εδοµένων ( Types of PML data) 
Η PML µεταφέρει δεδοµένα προϊόντων τα οποία παραµένουν αµετάβλητα όπως για 
παράδειγµα η συστατική τους σύνθεση, αλλά και δεδοµένα τα οποία αλλάζουν είτε 
σταθερά (dynamic data) είτε σταδιακά µε την πάροδο του χρόνου (temporal data) και 
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τον κύκλο ζωής του προϊόντος. Ως dynamic data σε έναν φάκελο πληροφοριών της 
PML µπορούν να χαρακτηριστούν δεδοµένα για τη θερµοκρασία ενός φορτίου από 
φρούτα, ενώ ως temporal data οι πληροφορίες σχετικές µε την τοποθεσία του 
προϊόντος καθώς διέρχεται από τα διάφορα τµήµατα της εφοδιαστικής αλυσίδας. Για 
παράδειγµα ο παραγωγός ενός κατεψυγµένου είδους διατροφής παρακολουθεί τον 
ακριβή προορισµό του (temporal data), την πιο πρόσφατη ένδειξη της θερµοκρασίας 
του (dynamic data) και το είδος του (παραµένει αµετάβλητο). Με τη βοήθεια της 
PML, οι επιχειρήσεις δύναται να αξιοποιήσουν τις πληροφορίες που τους παρέχονται 
µε νέο επαναστατικό τρόπο. Μία επιχείρηση για παράδειγµα µπορεί να παρακολουθεί 
την κίνηση ενός προϊόντος και να µειώνει την τιµή του καθώς πλησιάζει η 
ηµεροµηνία λήξης του, ενώ στον πλέον ανταγωνιστικό κλάδο των 3rd Party Logistics 
οι επιχειρήσεις µπορούν να προσφέρουν επιπλέον υπηρεσίες όπως την 
παρακολούθηση και τη διατήρηση της θερµοκρασίας των εµπορευµάτων σε ένα 
ορισµένο επίπεδο, ενισχύοντας το Customer Service και την προσέλκυση νέων 
πελατών. 
 
PML Server 
Τα αρχεία και τα δεδοµένα της PML αναρτώνται στον PML Server, έναν ειδικά 
διαµορφωµένο ηλεκτρονικό υπολογιστή που ανταποκρίνεται στα αιτήµατα άλλων 
υπολογιστών για παροχή αρχείων τύπου PML ανάλογα µε τον EPC του εκάστοτε  
προϊόντος. Όταν για παράδειγµα ανιχνεύεται ο EPC ενός προϊόντος από τον RFID 
Reader το Savant επικοινωνεί µε τον Server που του επιστρέφει όλες τις απαραίτητες 
πληροφορίες µε τη µορφή ενός PML κειµένου. Οι PML Servers διατηρούνται στην 
κατοχή του εκάστοτε κατασκευαστή (manufacturer) ο οποίος αναλαµβάνει και την 
ευθύνη της ανάρτησης και συµπλήρωσης δεδοµένων και πληροφοριών σχετικά µε 
κάθε ένα προϊόν που παράγει (Brock, David, 2001). 
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2.3 Χαρακτηριστικά της τεχνολογίας RFID 
 
2.3.1 Συχνότητα (Frequency) 
Η συχνότητα είναι ο κύριος παράγοντας που καθορίζει την εµβέλεια ενός συστήµατος 
RFID, την αντοχή του στις παρεµβολές και άλλα χαρακτηριστικά απόδοσης. Τα 
περισσότερα RFID συστήµατα του εµπορίου λειτουργούν είτε στην µπάντα 
υπερύψηλης συχνότητας UHF, ανάµεσα στα 859 και 960 MHz, είτε στην υψηλή 
συχνότητα (UF) στα 13.56 MHz. Άλλες κοινές συχνότητες RFID είναι τα 125 KHz 
(µια µικρής εµβέλειας συχνότητα που χρησιµοποιείται κυρίως για την ταυτοποίηση 
οχηµάτων), τα 430 MHz και 2.45 GHz, συχνότητες που χρησιµοποιούνται για 
ταυτοποίηση µεγάλης εµβέλειας και χρησιµοποιούν ετικέτες που λειτουργούν µε 
µπαταρία µεγάλης ισχύος. 
 
 
 
Εικόνα 2.9: Ισχύουσα κατάσταση τυποποίησης συχνοτήτων 
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  Εικόνα 2.10: Φάσµατα συχνοτήτων 
 
2.3.2 Εµβέλεια 
 
Η εµβέλεια ανάγνωσης ενός συστήµατος RFID, ποικίλει από µερικά εκατοστά µέχρι 
δεκάδες µέτρα και εξαρτάται από την συχνότητα που χρησιµοποιείται, την απόδοση 
της µπαταρίας και την κατευθυντική ευαισθησία της κεραίας. Η τεχνολογία HF 
χρησιµοποιείται για µικρού εύρους εφαρµογές και µπορεί να αναγνώσει σε απόσταση 
πάνω από τρία µέτρα. Η τεχνολογία UHF εξασφαλίζει εµβέλεια ανάγνωσης πάνω από 
είκοσι µέτρα. Η εµβέλεια επίσης εξαρτάται και από το άµεσο φυσικό περιβάλλον. Η 
παρουσία µετάλλων και υγρών µπορεί να προκαλέσει παρεµβολές που επηρεάζουν το 
εύρος και την απόδοση ανάγνωσης. Συνεπώς, τα πολλαπλά συστήµατα µε την ίδια 
ευχέρεια µπορεί να λειτουργούν εντός διαφορετικής εµβέλειας, ανάλογα µε την 
άµεση πλαισίωση και τη θέση της κεραίας. Για ετικέτες ανάγνωση / γραφής, η 
εµβέλεια ανάγνωση τυπικά υπερβαίνει την εµβέλεια γραφής (GSI EPCglobal, 2006). 
 
2.3.3 Τεχνολογικά µειονεκτήµατα και ατέλειες. 
 
Αν και η τεχνολογία RFID υπόσχεται να βελτιώσει σηµαντικά την ταχύτητα ροής και 
διακίνησης πληροφορίας και προϊόντος κατά µήκος της εφοδιαστικής αλυσίδας, 
µειώνοντας τα λειτουργικά κόστη των επιχειρήσεων αποφέροντας τους σηµαντικά 
οικονοµικά οφέλη, απαιτείται η υπερκέραση σηµαντικών εµποδίων που αποτελούν 
τροχοπέδη στην υιοθέτηση και εφαρµογή της τεχνολογίας σε ευρεία κλίµακα. 
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Κόστος (Cost of Tagging) 
Η τιµή µίας RFID Tag κυµαίνεται γύρω στα 0,50$ και η συχνότητα λειτουργίας της 
εξαρτάται από τον κατασκευαστή. Οι RFID Readers κοστίζουν σήµερα τουλάχιστον 
1000$ και λειτουργούν σε µία συγκεκριµένη συχνότητα. Σε περίπτωση δηλαδή που 
βρεθούν σε ένα κατάστηµα προϊόντα µε ετικέτες που λειτουργούν σε διαφορετικές 
συχνότητες θα πρέπει να υπάρχουν και διαφορετικού τύπου αναγνώστες για λόγους 
συµβατότητας, διαδικασία που αυξάνει το κόστος εφαρµογής της τεχνολογίας. Αν 
υπολογίσουµε ότι για την κάλυψη των αναγκών µιας επιχείρησης που αποτελείται 
από τα εργοστάσια, τα κέντρα διανοµής και τα καταστήµατα λιανικής πώλησης θα 
χρειαστούν εκατοντάδες αναγνώστες και εκατοµµύρια ετικέτες, εξάγεται το 
συµπέρασµα ότι το µέχρι στιγµής κόστος επένδυσης της τεχνολογίας κρίνεται 
απαγορευτικό (www.rfidjournal.com).  
Λύση στο µείζονος σηµασίας θέµα του κόστους δύναται να επιφέρει η δηµιουργία 
ενός ενιαίου δικτύου RFID από τα ανεξάρτητα τµήµατα της εφοδιαστικής αλυσίδας, 
ώστε να επέλθει ο επιµερισµός του κόστους. ∆ύναται να εφαρµοσθεί η τεχνολογία 
δηλαδή από κοινού µε αµοιβαία συνεργασία των επιχειρήσεων, ενέργεια που θα 
αυτοµατοποιήσει πλήρως πολλές από τις διαδικασίες της εφοδιαστικής αλυσίδας 
µειώνοντας τα αντίστοιχα εργατικά κόστη. Επιπλέον µε τον τρόπο αυτό µπορούν να 
πραγµατοποιηθούν µαζικές παραγγελίες, διαδικασία που επιµερίζει περαιτέρω το 
κόστος. 
Ενδεικτικά αναφέρεται µία συνοπτική περιγραφή των κύριων πηγών εξόδων 
εφαρµογής της τεχνολογίας από έναν κατασκευαστή προϊόντων (Mortensen, 2004): 
• Κόστος απόκτησης ετικέτας (RFID Tag). 
• Κόστος τοποθέτησης ετικέτας στο προϊόν. 
• Κόστος αγοράς και εγκατάστασης αναγνωστών (RFID Readers). 
• Κόστος αναβάθµισης υπάρχοντος εξοπλισµού. 
• Κόστος µετεκπαίδευσης προσωπικού και αναδιοργάνωσης. 
 
Το υψηλό κόστος των RFID Tags αναστέλλει την ευρεία αποδοχή και εφαρµογή της 
τεχνολογίας RFID. Το σηµερινό κόστος της πιο φθηνής ετικέτας αγγίζει τα 0,40$ σε 
περιπτώσεις µαζικής παραγγελίας και γίνονται προσπάθειες για περικοπή του στα 
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0,05$, µέσω της περικοπής του κόστους παραγωγής. Παρακάτω αναλύονται τα 
κοµβικά σηµεία που δύναται να επιφέρουν την προσδοκώµενη περικοπή.   
Ο 96 ή 64-bits EPC πρόκειται να αποτελέσει και τη µοναδική πληροφορία που θα 
µεταφέρεται πάνω στις RFID Tags, δεδοµένου ότι τα microchips µε µικρότερη µνήµη 
κοστίζουν λιγότερο. 
Μείωση του κόστους παραγωγής των RFID Tags δύναται να επέλθει µε περιορισµό 
των διαστάσεων του microchip . Όσο πιο µικρών διαστάσεων είναι ένα microchip, 
τόσο φθηνότερο είναι. Από ένα δίσκο πυριτίου µε περίπου 8 ίντσες διάµετρο, που 
αποτελεί και την βασική πρώτη ύλη παρασκευής των microchips, µε κατάλληλες 
µεθόδους κοπής που χρησιµοποιούν κοπτικό από αδάµαντα, δύναται να 
δηµιουργηθούν 15000 microchips διαστάσεων ενός τετραγωνικού χιλιοστού. Μία 
παραλλαγµένη κατεργασία κοπής και εγχάραξης των ίδιων διαστάσεων δίσκου 
πυριτίου µε τη χρήση ενός ειδικού οξέος, δύναται να δηµιουργήσει 250000 
microchips διαστάσεων 150 τετραγωνικών microns ( 1 micron=0,001 mm2). 
Περαιτέρω µείωση του κόστους των ετικετών µπορεί να επιτευχθεί µε περιορισµό του 
κόστους παραγωγής των antennas. O σηµερινός τρόπος παραγωγής των antennas 
συνίσταται στην ειδική επεξεργασία τµηµάτων ειδικά αγώγιµων υλικών όπως του 
χαλκού και του αλουµινίου. Καινοτοµικοί τρόποι παραγωγής που συνίστανται στην 
επικόλληση µικρών ελασµάτων µετάλλων σε ένα ειδικά παρασκευασµένο αγώγιµο 
µελάνι βρίσκονται σε εξέλιξη και εγγυούνται την περικοπή του κόστους στο ένα cent 
από τα 10-15 που πωλούνται οι συνηθισµένες antennas του εµπορίου. 
Τέλος µείωση του κόστους των RFID Tags δύναται να επιφέρει η χρήση 
εναλλακτικών συνθετικών πολυµερών ή κρυσταλλικών υλικών ως βασική πρώτη ύλη 
των microchips αντί του πυριτίου. Τα υλικά αυτά ήδη µελετώνται και υπόσχονται 
µείωση του κόστους µε ταυτόχρονη διεύρυνση των εφαρµογών καθώς θα φέρουν και 
ειδικούς αισθητήρες ειδοποίησης σε περιπτώσεις αύξησης της θερµοκρασίας και των 
κραδασµών. 
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    Εικόνα 2.10: Συνιστώσες RFID και κόστος  
 
Ακρίβεια (Accuracy) 
Οι αναγνώστες ηλεκτρονικών ετικετών ( RFID readers) δεν εγγυώνται την καθολική 
ικανότητα τους να επικοινωνούν µε κάθε τύπου ετικέτες. Περιβαλλοντικοί 
παράγοντες, το υλικό συσκευασίας των προϊόντων καθώς και οι ποσότητες των προς 
ανίχνευση προϊόντων επηρεάζουν σε µεγάλο ποσοστό την ικανότητα ανίχνευσης των 
αναγνωστών. Ο περιορισµός της ανθρώπινης παρέµβασης και του κόστους κατά τη 
διαδικασία συλλογής των προϊόντων (picking), σηµαντικό πλεονέκτηµα που 
προσφέρει η τεχνολογία RFID, µπορεί ωστόσο να επιτευχθεί µε την τοποθέτηση 
περισσότερων αναγνωστών, διαδικασία βέβαια που αυξάνει το κόστος εφαρµογής και 
υλοποίησης της µεθόδου. Επιπρόσθετα σε περίπτωση που η επικόλληση των ετικετών 
πραγµατοποιείται σε επίπεδο παλετών ή κιβωτίων (pallet/case level) η ακρίβεια 
αναγνώρισης των αναγνωστών θα αυξηθεί σηµαντικά.  
 
Παρεµβολή (Interference) 
Η µαζική εξάπλωση και τοποθέτηση των αναγνωστών και δεδοµένου ότι στηρίζουν 
τη λειτουργία τους στη συχνότητα εκποµπής και λήψης ραδιοκυµάτων ενδέχεται να 
προκαλέσει προβλήµατα στον περιβάλλοντα ηλεκτρολογικό και βιοµηχανικό 
εξοπλισµό της επιχείρησης. Σωστή µελέτη και επίβλεψη του χώρου και 
επανειληµµένη δοκιµασία του υπό εγκατάσταση εξοπλισµού, δύναται να επιφέρει την 
αποφυγή καταστάσεων παρεµβολής.  
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Ασφάλεια (Security) 
Αναµφισβήτητα το ζήτηµα της ασφάλειας των δεδοµένων αποτελεί κυρίαρχη 
προτεραιότητα για κάθε επιχείρηση και οι χρήστες της τεχνολογίας RFID επιζητούν 
την βεβαιότητα διασφάλισης του απορρήτου του περιεχοµένου των ηλεκτρονικών 
ετικετών αλλά και των πληροφοριών που ανταλλάσσονται µέσω του δικτύου 
υπολογιστών που υποστηρίζει την τεχνολογία. 
 
Απόρρητο δεδοµένων (Privacy) 
Σηµαντικό ανασταλτικό παράγοντα στην ευρεία αποδοχή και εφαρµογή της 
τεχνολογίας αποτελεί η αντίδραση των καταναλωτών σε θέµατα που έχουν να κάνουν 
µε την παραβίαση των προσωπικών τους δεδοµένων. Οι καταναλωτές πιστεύουν ότι 
αν η ηλεκτρονική ετικέτα διατηρείται στο υπό αγορά προϊόν και µετά την έξοδό τους 
από το κατάστηµα λιανικής πώλησης οι επιχειρήσεις θα είναι σε θέση να γνωρίζουν 
επακριβώς τις καταναλωτικές συνήθειες που επικρατούν στο σπίτι τους. Για το λόγο 
αυτό έχει προταθεί η καταστροφή των ετικετών µε την αγορά του εκάστοτε 
προϊόντος, κάτι βέβαια που εκµηδενίζει την πιθανότητα επαναχρησιµοποίησης της 
και αυξάνει υπερβολικά το κόστος υλοποίησης της τεχνολογίας RFID. Η σωστή 
ενηµέρωση των καταναλωτών σε θέµατα που αφορούν τις προθέσεις και τους λόγους 
εφαρµογής της τεχνολογίας εκ µέρους των επιχειρήσεων ενδέχεται να µετριάσει τις 
αντιδράσεις. Η καθιέρωση του ηλεκτρονικού κώδικα ωστόσο, ενδέχεται να 
προκαλέσει έξαρση στον αθέµιτο ανταγωνισµό µεταξύ των οργανισµών. Αρκεί να 
σκεφθεί κάποιος την ποσότητα της ΄΄ποιοτικής΄΄ πληροφορίας που δύναται να 
αποκοµίσει αν κάνει µία βόλτα σε ένα ανταγωνιστικό κατάστηµα κρατώντας έναν 
αναγνώστη RFID. Η πληροφορία αυτή είναι ήδη διαθέσιµη, απλά η τεχνολογία RFID 
την κάνει πιο προσιτή στην απόκτηση της ( Garfinkel, Juels, Pappu, 2005). 
 
Τεχνολογικοί περιορισµοί 
Πολλές από τις αρχικές πιλοτικές εφαρµογές σχεδιάστηκαν µε βάση υπερεκτιµηµένες 
δυνατότητες των συστηµάτων RFID. Για παράδειγµα, είχε προβλεφθεί ότι η 
συσκευασία της παλέτας και η καταγραφή των περιεχοµένων προϊόντων από ένα 
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σύστηµα RFID θα αρκούσε για την διαδικασία της προετοιµασίας και αποστολής 
µιας παραγγελίας. Στην πράξη όµως, αυτό δεν είναι εφικτό: ένα σύστηµα RFID δεν 
µπορεί ακόµα να καταγράψει αξιόπιστα τα περιεχόµενα µιας παλέτας. Στις τρέχουσες 
εφαρµογές, τα συστήµατα RFID χρησιµοποιούνται µόνο για την επιβεβαίωση 
περιεχοµένου των παλετών. Η µη εκπλήρωση των υψηλών προσδοκιών οφείλεται 
κυρίως σε προβλήµατα τεχνικής φύσεως που αναδείχθηκαν κατά την εφαρµογή της 
τεχνολογίας και αναφέρονται στις επόµενες παραγράφους.  
 
Μη συµβατότητα προτύπων 
Για να λειτουργήσει ένα RFID σύστηµα σε µια εφοδιαστική αλυσίδα, απαιτείται όλοι 
οι εµπλεκόµενοι να χρησιµοποιούν κοινά πρότυπα. Όµως δεν υπάρχει ένα κοινό 
πρότυπο για τις ετικέτες και τους αναγνώστες και οι συχνότητες λειτουργίας 
διαφέρουν: υπάρχουν προϊόντα που λειτουργούν σε UHF και σε HF. Έτσι, δεν µπορεί 
να είναι κανείς σίγουρος ότι µια ετικέτα θα αναγνωστεί σε όλο το µήκος της 
εφοδιαστικής αλυσίδας. Ακόµα και µε την εισαγωγή του διεθνούς προτύπου Gen 2 το 
2004, η επικοινωνία µεταξύ των προϊόντων RFID παραµένει δύσκολη. Η Ευρωπαϊκή 
ένωση έχει ορίσει για τις επιχειρήσεις ένα εύρος ζώνης UHF (2MHz) πολύ µικρότερο 
από αυτό της Αµερικής (26MHz). Από αυτή την ασυµβατότητα προκύπτουν 
προβλήµατα ευελιξίας και κόστους: αν µια εταιρεία τροφίµων που έχει επενδύσει σε 
τεχνολογία UHF λάβει οδηγία από κάποιον πελάτη της στο εξωτερικό να παραδίδει 
τις παλέτες µε RFID σε HF, θα χρειαστεί να επενδύσει εκ νέου σε εξοπλισµό (GSI 
EPCglobal, 2006). 
 
Κανονισµοί 
Οι ανά τον κόσµο κυβερνήσεις έχουν τυποποιήσει τα φάσµατα εκποµπής των 
ηλεκτροµαγνητικών συχνοτήτων. Έτσι για παράδειγµα στις ΗΠΑ οι ραδιοφωνικοί 
σταθµοί εκπέµπουν το FM σήµα τους µεταξύ των συχνοτήτων 88 και 108 MHz ( σε 
περίπτωση που το ραδιόφωνο είναι συντονισµένο στα 91.5 FM συνεπάγεται ότι 
γίνεται αποδέκτης κυµάτων που επαναλαµβάνονται µε συχνότητα 91.5 εκατοµµύρια 
φορές το δευτερόλεπτο). Ένα βασικό πρόβληµα εφαρµογής της τεχνολογίας RFID 
αποτελεί το γεγονός ότι διάφορες χώρες έχουν δεσµεύσει συγκεκριµένα 
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ηλεκτροµαγνητικά φάσµατα συχνοτήτων για συγκεκριµένες χρήσεις. Με µοναδική 
εξαίρεση το ISM Band (Industrial, Scientific and Medical Band) το οποίο 
χρησιµοποιείται χωρίς την έκδοση ειδικής άδειας για την αξιοποίηση βιοµηχανικών, 
επιστηµονικών και ιατρικών συστηµάτων επικοινωνιών, δεν υφίσταται ελεύθερο 
άλλο τυποποιηµένο ηλεκτροµαγνητικό φάσµα για την αξιοποίηση της τεχνολογίας 
RFID. Αυτό πρακτικά σηµαίνει ότι µία RFID tag που λειτουργεί στα 915 MHz σε µία 
χώρα µπορεί να µην λειτουργεί σε κάποια άλλη η οποία έχει δεσµεύσει τη 
συγκεκριµένη συχνότητα για άλλη χρήση. 
Ακόµη και στην περίπτωση όµως ύπαρξης ενός συγκεκριµένου παγκόσµια 
τυποποιηµένου φάσµατος, η κατασκευή ετικετών που θα λειτουργούν σε µία 
συχνότητα κρίνεται αντιπαραγωγική. Ο λόγος είναι ότι η χρηστικότητα της ετικέτας 
εξαρτάται από τη συχνότητα λειτουργίας της. Έτσι για παράδειγµα οι Low-Frequency 
Tags είναι φθηνότερες από τις Ultra-High-Frequency (UHF) Tags, απαιτούν 
µικρότερα ποσά ενέργειας για τη λειτουργία τους και είναι κατάλληλες για την 
ανίχνευση προϊόντων που περιέχουν µη µεταλλικές ουσίες ή προϊόντα µε υψηλή 
περιεκτικότητα σε νερό, όπως είναι τα φρούτα. Αντίθετα οι UHF Tags έχουν 
µεγαλύτερη εµβέλεια και µεταφέρουν δεδοµένα µε µεγαλύτερη ταχύτητα, απαιτούν 
όµως µεγαλύτερα ποσά ενέργειας και εξασθενεί η διαπεραστικότητά τους µέσα από 
µεταλλικά υλικά. Απαιτούν µία καθαρή, χωρίς εµπόδια επαφή µε τον αναγνώστη και 
είναι κατάλληλες για την αναγνώριση κιβωτίων καθώς διέρχονται από τις θύρες της 
αποθήκης. 
 
Ιδιαιτερότητα υλικών 
Τα προϊόντα RFID είναι ηλεκτροµαγνητικές συσκευές. Η πληροφορία µεταφέρεται 
µε ηλεκτροµαγνητικά κύµατα, η διάδοση των οποίων εξαρτάται από παράγοντες 
όπως το υλικό πάνω στο οποίο είναι προσκολληµένες οι ετικέτες, από το υλικό που 
παρεµβάλλεται και από την ύπαρξη ηλεκτροµαγνητικού θορύβου. Για παράδειγµα, τα 
µέταλλα και τα υγρά δυσχεραίνουν την επικοινωνία των ετικετών µε τις κεραίες των 
αναγνωστών. 
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∆υσκολίες εγκατάστασης και λειτουργίας 
Στην περίπτωση των barcodes, η προετοιµασία για µια εγκατάσταση µπορεί να 
περιοριστεί στην εξασφάλιση της οπτικής επαφής µεταξύ αναγνώστη και barcode και 
στον συνυπολογισµό της ταχύτητας µε την οποία κινείται το barcode ως προς τον 
αναγνώστη. Αντίθετα, στις εφαρµογές RFID απαιτείται επί τόπου επίσκεψη, δοκιµή 
µε τα προτεινόµενα υλικά, δοκιµαστική τοποθέτηση εξοπλισµού (αναγνώστες, 
δικτύωση) και πιθανόν η διεξαγωγή µια. πιλοτικής εφαρµογής. Όσον αφορά στην 
λειτουργία, οι ετικέτες RFID δεν είναι τόσο “ανεκτικές” στην κακοµεταχείριση όσο 
οι έτικτες barcodes: το τσάκισµα µιας ετικέτας RFID µπορεί να σηµάνει την πλήρη 
καταστροφή της πληροφορίας, ενώ κάτω από τις ίδιες συνθήκες µια ετικέτα barcode 
παραµένει αναγνώσιµη. 
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3. RFID Vs BARCODES 
 
3.1 Τεχνολογία Barcode 
 
Όπως έχω αναφέρει παραπάνω, o γραµµωτός (ή γραµµικός) κώδικας αποτελεί µία 
από τις πολλές εφαρµογές που ανήκουν στην κατηγορία των τεχνολογιών Auto-ID, 
που επιτρέπουν τη γρήγορη και εύκολη λήψη και αποθήκευση της πληροφορίας τη 
στιγµή που αυτή δηµιουργείται. Τι είναι όµως και πώς λειτουργεί ο γραµµωτός 
κώδικας; Κατ' αρχάς, στην πιο συνήθη του µορφή συνίσταται από µια διαδοχή 
µαύρων και λευκών λωρίδων (bars) τυπωµένων πάνω σε κάποιο προϊόν/συσκευασία. 
Ανάµεσα στις λωρίδες παρεµβάλλονται κενά διαστήµατα ποικίλου µεγέθους. Η 
σχεδίαση, εκτύπωση και απεικόνιση των λωρίδων ακολουθούν συγκεκριµένους 
κανόνες και κάθε αλληλουχία λωρίδων αντιστοιχεί αµφιµονοσήµαντα σε κάποιον 
αριθµό. Αυτό στην πράξη σηµαίνει ότι οι αριθµοί µπορούν να συµβολίζονται από 
διαφορετική κάθε φορά αλληλουχία λωρίδων: άλλοτε µία µαύρη λεπτή λωρίδα µαζί 
µε µία λευκή παχιά λωρίδα µπορούν να αντιστοιχούν στον αριθµό 6, άλλοτε 
συµβαίνει ο ίδιος συνδυασµός να αντιστοιχεί στον αριθµό 8 κ.ο.κ. Ο πιο κοινός τύπος 
γραµµωτού κώδικα είναι ο EAN (European Article Numbering), ο οποίος αποτελείται 
από αριθµοσειρά 13 ψηφίων και απαντάται στα περισσότερα καταναλωτικά είδη. 
Ωστόσο, υπάρχουν και άλλοι τύποι barcode µε περισσότερα ή και λιγότερα ψηφία 
από τα 13 του προτύπου EAN, τα οποία βρίσκουν εφαρµογή σε εξειδικευµένους 
επιχειρηµατικούς κλάδους, όπως λ.χ. στη σιδηροδροµική βιοµηχανία. 
Η ανάγνωση του barcode συντελείται ως εξής: ο κωδικός ΕΑΝ µεταφράζεται µέσα σε 
κλάσµατα δευτερολέπτου από κάποιο scanner σε γλώσσα Η/Υ (δηλ. 0, 1 - δυαδικό 
σύστηµα). Η ανάγνωση του barcode συνίσταται στην αποκωδικοποίηση της 
ανάκλασης µιας δέσµης ακτίνων laser που "πέφτει" πάνω στην ετικέτα barcode. Ο 
βαθµός ανάκλασης είναι µεταβλητός (άρα ξεχωριστός για κάθε προϊόν) γιατί η δέσµη 
laser συναντά διαδοχικά τις λευκές και µαύρες λωρίδες. Τα scanners 
αποκωδικοποιούν τη µεταβλητή ανάκλαση (σήµα) και τη µετατρέπουν σε αριθµούς ή 
γράµµατα, τα οποία ταυτίζονται ως προς το περιεχόµενο µε τους χαρακτήρες που 
κωδικοποιήθηκαν µε µορφή barcode. Έτσι, όταν ένα προϊόν περνά από το ταµείο 
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λαµβάνει χώρα η εξής διαδικασία: αναγνώριση, ανάγνωση, µετάφραση και 
αποθήκευση, που σηµαίνεται από το χαρακτηριστικό ''µπιπ'' που ακούγεται κάθε 
φορά που η ταµίας χρησιµοποιεί το scanner. Τη συγκεκριµένη στιγµή ανιχνεύεται το 
είδος από τη βάση δεδοµένων και διατίθενται για εκτύπωση τα επιµέρους 
προσδιοριστικά στοιχεία του, όπως η περιγραφή του προϊόντος, η τιµή πώλησής του, 
η ποσότητα κ.λπ., στοιχεία που καταγράφονται στην ταµειακή µηχανή. Συγχρόνως, 
αφαιρείται το προϊόν από τη βάση δεδοµένων της αποθήκης και των αποθεµά,των 
(Weis, 2003). 
Το σύστηµα barcode εµφανίστηκε και εφαρµόστηκε πρώτα στις Ηνωµένες Πολιτείες, 
στα τέλη της δεκαετίας του '60, προκειµένου να καλύψει τις ανάγκες των εκεί σούπερ 
µάρκετ για γρηγορότερη διακίνηση ("πέρασµα") των αγαθών από τα ταµεία. Ως 
γνωστόν, στην προ barcode εποχή, οι ταµίες ήταν αναγκασµένοι να πληκτρολογούν 
στην ταµειακή µηχανή την τιµή του κάθε προϊόντος που επρόκειτο να αγοραστεί από 
τον πελάτη, µε αποτέλεσµα τη δηµιουργία ουρών, σφαλµάτων και τη δαπάνη 
πολύτιµου χρόνου. Το πρώτο σύστηµα barcode εκείνης της όχι και τόσο µακρινής 
εποχής περιοριζόταν στο "χτύπηµα" των προϊόντων και δεν επέτρεπε λειτουργίες 
όπως η αυτόµατη ενηµέρωση των αποθεµάτων κάθε φορά που ένα προϊόν 
αγοραζόταν. Στη συνέχεια, η σχετική τεχνολογία αναβαθµίστηκε και ξέφυγε από τα 
στενά όρια της ταµειακής καταγραφής των εξερχόµενων προϊόντων, καθώς 
επεκτάθηκε στην καταγραφή και των εισερχόµενων αγαθών, στην απογραφή, στον 
έλεγχο των αποθεµάτων κ.λπ. Η Ελλάδα εισήλθε στον «κόσµο» του barcode στα τέλη 
της δεκαετίας του '80, γεγονός που συνδυάστηκε µε τον πολλαπλασιασµό των 
πολυκαταστηµάτων και σούπερ µάρκετ (http://www.go-
online.gr/ebusiness/specials/article.html?article_id=788). 
 
                                       
                              Εικόνα 3.1: Τυπική ετικέτα RFID 
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3.2 Σύγκριση τεχνολογίας RFID µε τεχνολογία Barcode 
 
Το ερώτηµα που τίθεται πολύ συχνά είναι « Είναι η τεχνολογία RFID καλύτερη από 
την τεχνολογία Barcode;". Η τεχνολογία RFID δεν είναι απαραίτητα  καλύτερη από 
την τεχνολογία Barcode. Είναι δύο διαφορετικές τεχνολογίες και  έχουν διαφορετικές 
εφαρµογές, οι οποίες µερικές φορές αλληλεπικαλύπτονται.  
Η τεχνολογία RFID προσφέρει νέες δυνατότητες που αδυνατούν να προσφέρουν τα 
barcodes. Συγκεκριµένα, οι ετικέτες γραµµωτού κώδικα απαιτούν οπτική επαφή3 από 
απόσταση λίγων εκατοστών ώστε να µπορέσουν να «διαβαστούν». Αντίθετα, οι RFID 
ετικέτες µπορούν να διαβαστούν από απόσταση µέχρι και αρκετών µέτρων, δίχως να 
χρειάζεται οπτική επαφή, αρκεί η ετικέτα να βρίσκεται εντός του πεδίου της 
συσκευής ανάγνωσης. Συνεπώς πολλαπλές ετικέτες µπορούν να διαβαστούν 
αυτόµατα και ταυτόχρονα, µε µεγάλη ταχύτητα. Επιπλέον, τα δεδοµένα των ετικετών 
barcodes είναι στατικά και δεν µπορούν να µεταβληθούν, ενώ η µνήµη τους 
περιορίζεται σε χίλιους χαρακτήρες περίπου. Αντίθετα, µια RFID ετικέτα είναι 
δυνατό να περιέχει αρκετά kilobytes µνήµης καταγράφοντας στοιχεία  τα οποία 
µπορούν να προστεθούν, να σβηστούν ή να τροποποιηθούν καθώς το προϊόν κινείται 
σε όλο το µήκος της εφοδιαστικής αλυσίδας. Ουσιαστικά αποτελεί µία µικρή, φορητή 
βάση δεδοµένων, τα στοιχεία της οποίας µπορούν να µεταβληθούν δυναµικά. Η 
τεχνολογία των barcodes είναι περισσότερο ευαίσθητη στις κλιµατολογικές συνθήκες, 
όπως σκόνη και υψηλές θερµοκρασίες. Επίσης, επειδή η ετικετα είναι συνήθως από 
χαρτί, είναι επιρρεπής σε εκδορές. Οι RFID ετικέτες περικλείονται από πλαστικό ή 
σιλικόνη και είναι πιο ανθεκτικές σε δύσκολες περιβαλλοντικές συνθήκες αλλά και 
κατά τη διαδικασία της παραγωγής. 
Από την άλλη πλευρά, η τεχνολογία RFID είναι πολύ ακριβότερη σε σύγκριση µε τα 
barcodes. Απαιτούνται νέα κεφάλαια και επενδύσεις για την αγορά των συσκευών 
αλλά και για την ενοποίηση της νέας τεχνολογίας µε τα ήδη υπάρχοντα συστήµατα 
της επιχείρησης. Οι barcode ετικέτες, συνήθως, έχουν και ένα κωδικό που µπορεί να 
διαβαστεί από ανθρώπινο µάτι. Αυτό επιτρέπει την ανάκτηση των πληροφοριών της 
ετικέτας σε περίπτωση που αποτύχει η συσκευή ανάγνωσης. Αντίθετα, οι 
                                                           
3
 Line of sight τεχνολογία 
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πληροφορίες που περιέχονται σε µια RFID ετικέτα διαβάζονται µόνο από τις 
συσκευές ανάγνωσης. Έτσι, σε περίπτωση αποτυχίας ανάγνωσης των δεδοµένων από 
την συσκευή δεν υπάρχει εναλλακτικός τρόπος. Επιπλέον, οι barcode   ετικέτες 
λειτουργούν αποτελεσµατικά σε όλα τα προϊόντα, ενώ οι RFID ετικέτες 
παρουσιάζουν προβλήµατα ανάγνωσης σε προϊόντα που έχουν µεταλλική 
συσκευασία ή περιέχουν υγρό. Η έλλειψη προτύπων είναι  ένα ακόµη σηµαντικό 
πρόβληµα και λειτουργεί αποτρεπτικά στη διάδοση των RFID. Οι κατασκευαστές 
δηµιουργούν διαφορετικά RFID συστήµατα, µε αποτέλεσµα εφαρµογές που 
προέρχονται από διαφορετικούς προµηθευτές να λειτουργούν σε διαφορετικές 
συχνότητες και διαφορετικά πρωτόκολλα. Η παρούσα κατάσταση που επικρατεί στα 
πρότυπα δηµιουργεί σοβαρή σύγχυση, δηµιουργώντας συστήµατα µη συµβατά 
µεταξύ τους 
 
 
 
«Πιθανώς, κάποτε τα RFID να αντικαταστήσουν τα barcodes και να αποτελέσουν τη 
βασική τεχνολογία αναγνώρισης προϊόντων στην εφοδιαστική αλυσίδα, αλλά κάτι τέτοιο 
δεν προβλέπεται να συμβεί στο εγγύς μέλλον, αλλά τουλάχιστον μετά από  μία δεκαετία. 
Οι δύο τεχνολογίες θα συνυπάρχουν για αρκετό καιρό, αν όχι και για πάντα . Η 
τεχνολογία RFID μπορεί να χρησιμοποιείται αποτελεσματικά για την διαχείριση των 
κιβωτίων και παλετών ενώ η αντίστοιχη των barcodes για τις συναλλαγές σε επίπεδο 
αντικειμένου. Τα barcodes θα αποτελούν ένα είδος δευτερεύουσας (backup) 
υποστήριξης ενός συστήματος RFID σε περίπτωση που δεν είναι δυνατόν να διαβαστεί 
μία ετικέτα RFID, έχει καταστραφεί ή έχει γίνει κάποιο λάθος. Η παρουσία μίας ετικέτας 
που μπορεί να διαβαστεί από το ανθρώπινο μάτι είναι πάντα απαραίτητη. Οι 
επιχειρήσεις θα συνεχίσουν να χρησιμοποιούν τα barcodes ως υποστήριξη σε περίπτωση 
αποτυχίας τους συστήματος RFID. Ο συνδυασμός της τεχνολογίας RFID και barcode δίνει 
μία σημαντική και χωρίς κόστος ασφάλεια πάνω στην αναγνώριση των προϊόντων.»  
(Φωλίνας, 2006) 
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Σύµφωνα λοιπόν µε τον δρ.Φωληνά (2006), µέχρι να αναπτυχθεί ευρέως η 
τεχνολογία RFID οι δύο τεχνολογίες θα συνυπάρχουν και θα συνδυάζονται. Τα 
πλεονεκτήµατα της τεχνολογίας RFID έναντι αυτής των barcode είναι αρκετά. Τα 
barcodes είναι η τεχνολογία που το RFID µπορεί κάποια µέρα να αντικαταστήσει. 
∆εδοµένου ότι οι δαπάνες αυτής της τεχνολογίας συνεχίζουν να µειώνονται, οι 
εφαρµογές της θα αυξηθούν. Παρόλα αυτά, και για το άµεσο τουλάχιστον µέλλον, 
δεν διαφαίνεται αντικατάσταση των barcodes, τα οποία είναι σαφώς φθηνότερα από 
τις ετικέτες RFID, αλλά και αποτελεσµατικά σε συγκεκριµένους τοµείς. Έτσι, το πιο 
πιθανό είναι τα barcodes και το RFID να συνυπάρχουν για αρκετά χρόνια. 
Ο ανταγωνισµός µεταξύ των RFID Tags και των Barcodes αποτυπώνεται 
χαρακτηριστικά µε τον παραλληλισµό ανάµεσα σε ένα υποβρύχιο και στο ποδήλατο 
(Bert Moore, 1999). Έτσι ενώ το υποβρύχιο δεν µπορεί να τα καταφέρει επιτυχώς στη 
στεριά, το ποδήλατο δεν δύναται να φανεί ιδιαίτερα χρήσιµο στον ωκεανό. Με άλλα 
λόγια δεν πρόκειται για ευθεία και πλήρως αντιµέτωπη αντιπαράθεση µεταξύ των δύο 
τεχνολογιών, αλλά για δύο διαφορετικές επισκοπήσεις του τρόπου διαχείρισης των 
διαδικασιών της εφοδιαστικής αλυσίδας. 
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ΤΕΧΝΟΛΟΓΙΑ RFID ΤΕΧΝΟΛΟΓΙΑ BARCODE 
ΟΠΤΙΚΗ ΕΠΑΦΗ Δεν απαιτείται Απαιτείται 
ΕΜΒΕΛΕΙΑ 
Pasive tags:  8m             
Active tags: 30m +  
Από χιλιοστά μέχρι μερικά 
εκατοστά 
ΠΡΟΒΛΗΜΑΤΑ 
ΑΝΑΓΝΩΣΗΣ 
Προϊόντα με μεταλλική 
συσκευασία ή που περιέχουν 
υγρό 
Παραβιασμένες ετικέτες 
(λερωμένες, σχισμένες ετικέτες 
κ.τ.λ.) 
ΚΟΣΤΟΣ Σχετικά υψηλό Σχετικά χαμηλό 
ΑΝΘΕΚΤΙΚΟΤΗΤΑ 
Υψηλή. Λειτουργικά σε κάθε 
είδους περιβάλλον (ιδανικά για 
βρώμικα, ελαιώδη και υγρά 
περιβάλλοντα) 
Χαμηλή. Απαιτούν καθαρό και 
χωρίς υγρασία περιβάλλοντα       
ΑΝΘΡΩΠΙΝΟ 
ΔΥΝΑΜΙΚΟ 
Είναι πλήρως αυτοματοποιημένα Χρειάζονται ανθρώπινη 
παρέμβαση 
ΑΝΑΓΝΩΣΗ  
Μπορούν να διαβαστούν , 
γραφτούν, τροποιηθούν, 
ενημερωθούν και να 
επαχρησιμοποιηθούν στην ίδια ή 
άλλη εφαρμογή 
Μπορούν να διαβαστούν μόνο 
ΡΥΘΜΟΣ ΑΝΑΓΝΩΡΙΣΗ 
Ταυτόχρονη αναγνώριση πολλών 
ετικετών. (μέχρι 1000 ετικέτες σε 
ακτίνα 4m) 
Μία τη φορά 
ΑΣΦΑΛΕΙΑ 
Υψηλή. Είναι σχεδόν αδύνατο να 
αντιγραφούν ή να παραβιαστούν. 
Τα δεδομένα μπορεί να είναι 
κρυπτογραφημένα ή να 
προστατεύονται 
Χαμηλή. Μπορούν εύκολα να 
αντιγραφτούν ή να 
πλαστογραφηθούν 
ΑΠΟΤΕΛΕΣΜΑΤΙΚΟΤΗΤΑ 
Μειώνεται σημαντικά να 
παραλειφθεί η ανίχνευση κάποιας 
ετικέτας 
Φαινόμενο συνήθες 
ΓΕΝΕΣΙΟΥΡΓΟ ΓΕΓΟΝΟΣ 
Μπορεί να χρησιμοποιηθεί για να 
προκαλέσει ορισμένα γεγονότα 
(όπως ανοίγματα θυρών, alarms 
κ.τ.λ.) 
Δεν μπορεί να προκαλέσει 
γεγονότα 
Πίνακας 3.1: RFID Vs Barcode 
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4. ΕΦΑΡΜΟΓΕΣ RFID 
 
 
Το RFID έχει εφαρµοστεί µέχρι τώρα σε πολλούς τοµείς και συνεχώς εφαρµόζεται σε 
καινούριους όπου η ταυτοποίηση προσώπων και αντικειµένων αποτελεί απαίτηση. Η 
ευκολία, η ακρίβεια και οι δυνατότητες που παρέχει το RFID και ιδιαίτερα σε 
σύγκριση µε τις προγενέστερες µεθόδους ταυτοποίησης το καθιστούν ιδιαίτερα 
ελκυστικό στη χρήση από επαγγελµατίες, φορείς και κοινό. Στις παραγράφους που 
ακολουθούν θα ασχοληθούµε µε κάποιες από τις πολλές εφαρµογές που συνάντησα 
ερευνώντας την πλούσια για το RFID βιβλιογραφία. 
 
 
4.1 Κτηνοτροφία 
 
Από τις πρώτες χρήσεις του RFID ήταν για την ταυτοποίηση των ζώων. Σε µεγάλες 
κτηνοτροφικές µονάδες η χρήση του RFID έλυσε αρκετά προβλήµατα. Οι 
προηγούµενες µέθοδοι ταυτοποίησης ήταν µε σφράγισµα του ζώου χρησιµοποιώντας 
καυτό σίδερο και αποτυπώνοντας το αναγνωριστικό έµβληµα του ιδιοκτήτη, µέθοδος 
που δε χρησιµοποιείται πλέον γιατί θεωρήθηκε βάρβαρη για τα ζώα και η χρήση 
πλαστικών ετικετών στα αυτιά του ζώου, η οποία, αν και δεν χαρακτηρίζεται 
επώδυνη, δεν διευκολύνει, εντούτοις, τη διαδικασία ταυτοποίησης του ζώου. Η χρήση 
του RFID ήρθε να αντικαταστήσει τις παλιές ετικέτες µε ετικέτες RFID οι οποίες 
τοποθετούνται µε εµφύτευση στα αυτιά του ζώου.    
Οι κτηνοτροφικές διαδικασίες εξακολούθησαν να είναι οι ίδιες όπως και τα 
προβλήµατα που προέκυπταν από αυτές. Το RFID όµως τα έλυσε πιο 
αποτελεσµατικά. Η ανίχνευση και η ταυτοποίηση σε περίπτωση απώλειας γίνεται και 
µε τις προηγούµενες µεθόδους. Το RFID προσθέτει ευκολία και αποτελεσµατικότητα 
στη διαδικασία αυτή. Η ανίχνευση µπορεί να γίνει αποµακρυσµένα χρησιµοποιώντας 
τα ραδιοκύµατα του RFID. Η ετικέτα στο ζώο αναγνωρίζεται από τον ειδικό 
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αναγνώστη και γίνεται ανάκτηση από τη βάση δεδοµένων των χαρακτηριστικών του 
ζώου που έχουν καταχωρηθεί. Στα δεδοµένα που αφορούν το ζώο µπορούν να 
ενταχθούν πληροφορίες που αφορούν την υγεία του (συµφώνα µε κτηνιατρικές 
εξετάσεις), τη διατροφή του, την ηλικία και πολλά άλλα στοιχεία τα οποία οι 
κτηνοτρόφοι θα ανακτούν πιο εύκολα και αποτελεσµατικά για να πάρουν αποφάσεις 
(πχ. για το αν θα πουλήσουν το κρέας του ζώου στην αγορά ή αν θα το αποσύρουν ως 
ακατάλληλο για την υγεία των καταναλωτών). Οι ίδιες ετικέτες µπορούν να 
χρησιµοποιηθούν για την ταυτοποίηση και των παράγωγων των ζώων και τη 
συσχέτιση τους µε συγκεκριµένα χαρακτηριστικά µε στόχο βελτιωµένα προϊόντα και 
προστασία των καταναλωτών (Salin, 1998). 
Με παρόµοιο τρόπο γίνεται και η ανίχνευση και ταυτοποίηση κατοικίδιων από τους 
ιδιοκτήτες τους. Στις ετικέτες µπορούν επίσης να συµπεριληφθούν στοιχεία της 
υγείας του κατοικίδιου, της ηλικίας του κ.α. 
 
 
                               
                                     Εικόνα 4.1: Πρόβατο µε RFID ετικέτα 
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4.2 Αντί-κλεπτικά Συστήµατα και Συστήµατα Ασφαλείας 
 
Η τεχνολογία RFID µπορεί να χρησιµοποιηθεί για την ασφάλεια και την προστασία 
κάποιων χώρων στους οποίους είτε η πρόσβασή είναι περιορισµένη είτε τα άτοµα που 
εισέρχονται θα πρέπει να ελέγχονται. Τέτοιοι χώροι είναι αεροδρόµια και αεροσκάφη 
καθώς και λοιποί επιβατικοί σταθµοί και µεταφορικά µέσα. Τα στοιχεία του 
επιβαίνοντος εισάγονται σε µία RFID ετικέτα που τοποθετείται στο εισιτήριο ή σε µία 
smart card που ακολουθεί τον επιβαίνοντα καθ’ όλη τη διάρκεια του ταξιδιού. Σε 
περιπτώσεις µεγάλου κινδύνου οι RFID ετικέτες µπορούν να τοποθετηθούν σε ειδικά 
καρτελάκια που τοποθετούνται στον καρπό του επιβάτη και ειδοποιούν το σύστηµα 
αν αφαιρεθούν. Η είσοδος σε όσους δεν ταυτοποιούνται µέσω του συστήµατος 
απαγορεύεται µε σκοπό την αποτροπή εγκληµατικών ενεργειών. Το σύστηµα αυτό 
µπορεί να χρησιµοποιηθεί και σε άλλους χώρους όπως πάρκα αναψυχής, συνέδρια, 
συνεντεύξεις τύπου και γενικά χώρους που η ασφάλεια δεν είναι εύκολο να ελεγχθεί. 
 
                        Εικόνα 4.2: Εφαρµογή RFID για τον έλεγχο πρόσβασης του κτιρίου 
 
Η ασφάλεια µέσω RFID µπορεί να περιορίσει και τη βιοµηχανική κατασκοπεία. Η 
είσοδος σε χώρους µπορεί να περιορίζεται σε άτοµα που ταχτοποιηµένα έχουν 
πρόσβαση σε χώρους όπως βιοµηχανικά εργαστήρια. Επίσης, χρησιµοποιώντας το 
σύστηµα της προηγούµενης εφαρµογής κάθε εργαζόµενος σε µία επιχείρηση που 
φέρει την RFID ετικέτα θα ταυτοποιείται και θα καταγράφεται η κίνηση του σε κάθε 
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χώρο στον οποίο εισέρχεται. Σε πολλές περιπτώσεις ο έλεγχος αυτός γίνονταν 
χρησιµοποιώντας κάµερες. Με την τεχνολογία RFID η χρήση της κάµερας µπορεί να 
περιοριστεί εξοικονοµώντας στην επιχείρηση από τη συνεχή καταγραφή και 
αφαιρώντας από τους εργαζόµενους το ψυχολογικό βάρος της παρακολούθησης. 
Το RFID έχει εφαρµοστεί µέχρι στιγµής και σε διάφορα αντικλεπτικά συστήµατα. 
Ένα παράδειγµα είναι η χρήση του σε κλειδαριές αυτοκινήτου οι οποίες µέσω ειδικού 
συστήµατος ταυτοποιούν τον ιδιοκτήτη τους προσθέτοντας ένα ακόµα µέτρο 
ασφαλείας ενάντια στην κλοπή αυτοκινήτων. Είναι δυνατή η επέκταση και στις 
πόρτες των σπιτιών καθώς και άλλων χώρων. Επίσης δίνεται η δυνατότητα 
ταυτοποίησης και συσχέτισης διαφόρων αντικειµένων µε τους ιδιοκτήτες τους και 
ανίχνευση τους σε περίπτωση απώλειας ή κλοπής. Η εφαρµογή αυτή έχει χρήση σε 
µεγάλα ξενοδοχεία ή κατά τη διάρκεια ταξιδιών για αντικείµενα και αποσκευές µε 
µεγάλη αξία. Το σύστηµα αναγνωρίζει και συσχετίζει τα αντικείµενα µε τους 
ιδιοκτήτες τους και αφενός µπορεί να ανιχνεύσει τα αντικείµενα σε περίπτωση 
απώλειας αφετέρου να δώσει αναφορά αν παρατηρηθεί ο κάτοχος π.χ. µιας βαλίτσας 
να µην ταιριάζει µε τον αρχικό ιδιοκτήτη της. Το σύστηµα παρουσιάζει αρκετά 
µειονεκτήµατα, ένα από τα οποία είναι ότι αν και οι αποσκευές µπορεί να 
συσχετίζονται µε τον κάτοχο τους, δε συµβαίνει το ίδιο και µε το περιεχόµενο τους το 
οποίο µπορεί να κλαπεί χωρίς καµία αναφορά από το σύστηµα αλλά το RFID 
λειτουργεί βοηθητικά χωρίς να καταργεί τα υπόλοιπα µέτρα ασφαλείας. Ένα ακόµη 
µειονέκτηµα είναι το κόστος µίας τέτοιας διαδικασίας που περιορίζει όµως τη χρήση 
του σε πραγµατικά µεγάλης αξίας αντικείµενα και εντός των αποσκευών.   
 
4.3 Βιοµηχανία Παραγωγής Ενδυµάτων 
 
Η βιοµηχανία παραγωγής ενδυµάτων παρουσιάζει αρκετές ιδιαιτερότητες εξαιτίας 
της φύσης των προϊόντων. Η νέα τάση έχει πάρει την ονοµασία “fast fashion” 
(γρήγορή µόδα) καθώς χαρακτηρίζεται από µικρότερους κύκλους ζωής για τα 
προϊόντα, γρηγορότερη παραγωγή ανταποκρινόµενη στη ζήτηση, γρηγορότερη 
διανοµή, ζήτηση για µεγαλύτερη ποικιλία. Τα στοιχεία αυτά προσθέτουν επιπλέον 
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πίεση στην εφοδιαστική αλυσίδα για γρήγορη εξυπηρέτηση και ποιοτικά προϊόντα 
(Μαυρίδης, Πάγκαλος, 2002).   
Το RFID χρησιµοποιείται στην αρχειοθέτηση των υφασµάτων στην αποθήκη και των 
δειγµάτων υφασµάτων στο αρχείο σχεδιασµού. Μία RFID  ετικέτα τοποθετείται σε 
κάθε παλέτα υφάσµατος και σε κάθε καρτέλα δείγµατος και η ανάγνωση των 
δεδοµένων γίνεται εύκολα, µαζικά και γρήγορα από έναν RFID αναγνώστη. Η 
τεχνολογία του RFID δίνει τη δυνατότητα διαχείρισης µεγάλου όγκου πληροφοριών 
που αφορούν τα υφάσµατα.  Με τον τρόπο αυτό διευκολύνει τις διαδικασίες επιλογής 
σωστών υφασµάτων κατά την επιλογή τους στην παραγωγή και τον σχεδιασµό καθώς 
τα υφάσµατα πρέπει να πληρούν όλες τις προδιαγραφές που ορίστηκαν κατά την 
έρευνα και τη σχεδίαση. Το αποτέλεσµα είναι λιγότερα λάθη κατά την σχεδίαση και 
την παραγωγή  και πιο γρήγορη ανίχνευση των ζητούµενων υφασµάτων και 
συνεπακόλουθα µια πιο γρήγορη εφοδιαστική αλυσίδα προσαρµοσµένη στην 
«γρήγορη µόδα».  
 
Εικόνα 4.3:  RFID ετικέτα η οποία θα µπορεί  να δίνει αυτόµατα πληροφορίες στο πλυντήριο, 
στεγνωτήριο, πρέσα για τον τρόπο αντιµετώπισης του ρούχου! 
 
4.4 Βιβλιοθήκες  
 
Στις βιβλιοθήκες η τεχνολογία RFID θα αντικαταστήσει την υπάρχουσα Barcode 
τεχνολογία προσθέτοντας πολύ περισσότερες δυνατότητες στη διαχείριση του υλικού 
των βιβλιοθηκών (Molnar, Wagner, 2004). Κάθε βιβλίο θα ταυτοποιείται µε µία 
RFID  ετικέτα στην οποία και θα αποθηκεύονται πληροφορίες για το βιβλίο όπως ο 
τίτλος, ο συγγραφέας καθώς και πιο σύνθετες πληροφορίες όπως το ράφι στο οποίο 
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ταξινοµείται το βιβλίο και οι ηµεροµηνίες δανεισµού και επιστροφής. Στα µέλη της 
βιβλιοθήκης χορηγείται RFID κάρτα η οποία φέρει τα στοιχεία του χρήστη και 
διάφορες πληροφορίες όπως τα βιβλία που έχει δανειστεί και οι ηµεροµηνίες 
δανεισµού και επιστροφής. Το σύστηµα που χρησιµοποιεί RFID  δίνει τη δυνατότητα 
για αυτόµατο δανεισµό από τα µέλη της βιβλιοθήκης ταυτοποιώντας τόσο τα βιβλία 
όσο και τα µέλη καθώς περνάνε από µία κονσόλα αυτόµατης ταυτοποίησης. Τα 
βιβλία χρεώνονται στο αντίστοιχο µέλος και το σύστηµα της βιβλιοθήκης 
ενηµερώνεται για την αλλαγή αυτή. Το σύστηµα εντοπισµού µη δανεισµένων βιβλίων 
κατά την έξοδο από τη βιβλιοθήκη µε την αναγνώριση µετάλλων στο εσωτερικό του 
βιβλίου αντικαθίσταται µε τις RFID  ετικέτες καθώς ο αναγνώστης RFID  εντοπίζει 
τα βιβλία που δεν έχουν ένδειξη δανεισµού στην ετικέτα και σηµαίνει ηχητικά το 
περιστατικό.   Η δυνατότητα αυτή απαλλάσσει το προσωπικό της βιβλιοθήκης από 
εργασίες ρουτίνας και θα µειώσει κατά πολύ το εργασιακό κόστος. Ο χρόνος που 
σπαταλιόταν σε τέτοιες διαδικασίες µπορεί να χρησιµοποιηθεί για την εξυπηρέτηση 
του κοινού σε πιο πολύπλοκα θέµατα ή σε άτοµα που για διάφορους λόγους 
αδυνατούν να κάνουν από µόνα τους αναζήτηση.  
Η εύρεση και η ταξινόµηση των βιβλίων γίνεται πολύ πιο εύκολα, αποτελεσµατικά 
και µε µειωµένα λάθη. Ο RFID  αναγνώστης εντοπίζει τα βιβλία που δεν είναι 
δανεισµένα και δεν βρίσκονται στα ράφια και επισηµαίνει το ράφι στο οποίο πρέπει 
να τοποθετηθούν. Επίσης αν κάποιο µέλος ζητήσει ένα βιβλίο το οποίο στο σύστηµα 
της βιβλιοθήκης φαίνεται ότι δεν είναι δανεισµένο αλλά µπορεί να βρίσκεται κι εκτός 
ραφιού επειδή προηγουµένως είχε χρησιµοποιηθεί εντός της βιβλιοθήκης είναι πολύ 
πιο εύκολο να εξυπηρετηθεί.  
 
                        Εικόνα 4.4: Παράδειγµα εφαρµογής RFID τεχνολογίας σε βιβλιοθήκη 
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4.5 Λιανικό Εµπόριο 
 
Εντυπωσιακές παρουσιάζονται και οι εφαρµογές του RFID στο λιανεµπόριο. Στα 
προϊόντα τοποθετούνται RFID ετικέτες µε πληροφορίες για το προϊόν.  Κατά τη 
λειτουργία του συστήµατος ο RFID αναγνώστης εντοπίζει τα προϊόντα και το χώρο 
στον οποίο βρίσκονται. Με τον τρόπο αυτό µπορεί να γίνεται αποµακρυσµένος 
έλεγχος στα ράφια και να καλύπτονται οι ελλείψεις από τη µία έγκαιρα και από την 
άλλη χωρίς να µπαίνει το προσωπικό στη χρονοβόρα διαδικασία του ελέγχου. Στα 
δεδοµένα, επίσης, που αποθηκεύονται στην ετικέτα µπορούν να περιέχονται διάφορα 
στοιχεία τα οποία θα µπορούσαν να βοηθήσουν τους πελάτες να αποφασίσουν 
(µέγεθος, τιµή, συστατικά, προέλευση) χωρίς να εµπλέκουν στη διαδικασία το 
προσωπικό. Οι πληροφορίες θα λαµβάνονται από ένα RFID αναγνώστη που θα 
µπορεί αποµακρυσµένα να συλλέξει τις πληροφορίες αυτές για το προϊόν.   Έτσι το 
προσωπικό θα ασχολείται µε την εξυπηρέτηση πιο απαιτητικών πελατών µε πιο 
συγκεκριµένες επιθυµίες.  
Το σύστηµα αυτοµατοποιείται περισσότερο µε τη δυνατότητα αυτόµατης πληρωµής 
ώστε να αποτρέπεται η συµφόρηση και η αναµονή στα ταµεία. Ετικέτες RFID 
τοποθετούνται σε Smartcards για να ταυτοποιούν τον κάτοχο τους. Οι ετικέτες στις 
κάρτες αυτές µπορούν να περιέχουν στοιχεία για τον κάτοχο µεταξύ άλλων τον 
αριθµό πιστωτικής κάρτας ή τον αριθµό χρεωστικού λογαριασµού. Μετά τις αγορές 
οι κάτοχοι έχουν τη δυνατότητα να προσπεράσουν τις ουρές στα ταµεία και να 
χρεωθούν τις αγορές τους βάσει των στοιχείων που έχουν δώσει.  Το σύστηµα αυτό 
µειώνει το χρόνο παραµονής στα ταµεία και την συµφόρηση που προκαλεί αυτή στο 
χώρο του καταστήµατος και κάνει την εµπειρία των αγορών πιο ευχάριστη.  
Με τις ετικέτες RFID ένα προϊόν ταυτοποιείται απόλυτα. Γίνεται δυνατή έτσι η 
διαχείριση παραπόνων και επιστροφών καθώς είναι γνωστό π.χ. αν το προϊόν 
πωλήθηκε από τη συγκεκριµένη εταιρία, την ηµεροµηνία της αγοράς κα. Οι πελάτες 
χωρίς να προσκοµίσουν απόδειξη, ούτε τίποτα άλλο εκτός από το  ίδιο το προϊόν 
µπορούν να επιστρέψουν το προϊόν. Η χωρίς γραφειοκρατία διαδικασία που επιτρέπει 
η τεχνολογία RFID µειώνει τη δυσαρέσκεια των καταναλωτών, αφιερώνει 
περισσότερο χρόνο στην εξυπηρέτηση του πελάτη και στην γρήγορη αντικατάσταση 
R.F.I.D. ΚΑΙ ΕΠΙΧΕΙΡΗΜΑΤΙΚΕΣ ΕΦΑΡΜΟΓΕΣ ΕΥΑ ΜΩΥΣΙΑΔΟΥ 
55 
 
του προϊόντος που αγόρασε. Η δυσαρέσκεια και η δυσπιστία που το ελαττωµατικό 
προϊόν επιφέρει µετατρέπεται τελικά σε γρήγορη εξυπηρέτηση και αίσθηµα 
ικανοποίησης στον πελάτη. Η τελική ικανοποίηση προσθέτει αξία στο ίδιο το προϊόν.   
 
4.6 Μουσεία και Εκθεσιακοί Χώροι 
 
Σε πολλά µουσεία και χώρους φιλοξενίας εκθέσεων (καλλιτεχνικών αλλά και 
εµπορικών) οι γνώσεις των ξεναγών και των υπαλλήλων δεν επαρκούν για να 
προσφέρουν στους επισκέπτες τις πληροφορίες για να εκτιµήσουν κατάλληλα τα 
διάφορα εκθέµατα. Η πληθώρα των εκθεµάτων και το εύρος των θεµατικών ενοτήτων 
που παρουσιάζονται σε αυτούς τους χώρους θα απαιτούσε, για να είναι κάτι τέτοιο 
δυνατό, να απασχολείται µεγάλος αριθµός προσωπικού µε εξεζητηµένες πολλές 
φορές γνώσεις.  
Η χρήση του RFID αυτοµατοποιεί τη διαδικασία της ξενάγησης προσφέροντας 
επιπλέον οφέλη τόσο στους επισκέπτες όσο και στους διαχειριστές του µουσείου. 
Τοποθετείται σε κάθε έκθεµα µία RFID ετικέτα στην οποία έχουν αποθηκευθεί 
σχετικές µε αυτό πληροφορίες σε αναγνώσιµή ή ακροάσιµη µορφή. Κατά την είσοδο 
στο µουσείο, κάθε επισκέπτης εφοδιάζεται µε ένα φορητό RFID αναγνώστη 
συνοδευόµενο µε ακουστικά, που του δίνει τη δυνατότητα πλησιάζοντας ένα έκθεµα 
να ακούσει τις πληροφορίες που έχουν αποθηκευτεί στην RFID ετικέτα.  
 
Εικόνα 4.5: Οι «εικονικοί ξεναγοί» φορτίζονται πριν δοθούν στους επισκέπτες του  µουσείου.   
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Η πληροφορίες που παίρνει ο επισκέπτης παρατηρώντας κάποιο έκθεµα  είναι πολύ 
περισσότερες και µε µεγαλύτερη ακρίβεια από αυτές που θα έδινε κάποιος ξεναγός. 
Επιπλέον, κάποιος επισκέπτης µπορεί να ενδιαφερθεί για κάποιο έκθεµα περισσότερο 
από τα υπόλοιπα και πιθανότατα πολύ περισσότερο από την προσοχή που θα έδινε ο 
υπάλληλος του µουσείου κατά την ξενάγηση. Χρησιµοποιώντας τον RFID 
αναγνώστη κάθε επισκέπτης µπορεί να περιηγηθεί µόνος του στους χώρους του 
µουσείου και δεν απαιτείται  να συµπληρωθεί ένας συγκεκριµένος αριθµός ατόµων 
για να γίνει η ξενάγηση, κάτι που απασχολούσε το προσωπικό του µουσείου. Με τη 
χρήση του RFID οι διαχειριστές των εκθεσιακών χώρων έχουν τη δυνατότητα να 
καταγράψουν τη διαδροµή που ακολούθησε κάθε επισκέπτης στους χώρους του 
µουσείου και τα εκθέµατα για τα οποία ενδιαφέρθηκε περισσότερο. Μπορούν µετά να 
στείλουν e-mail στους επισκέπτες µε περιεχόµενο σχετικό µε τα εκθέµατα που τους 
τράβηξαν την προσοχή. Επίσης µπορούν να χρησιµοποιήσουν τα στοιχεία για 
καλύτερη διαµόρφωση του χώρου, µε τα δηµοφιλή εκθέµατα σε καλύτερη θέση, 
καθώς και για άλλες διοικητικές αποφάσεις.  
 
4.7 Πολιτιστικές - Αθλητικές ∆ιοργανώσεις 
 
Στις διοργανώσεις αυτές, έκτος από το θέµα της ασφάλειας στο οποίο αναφερθήκαµε 
σε προηγούµενη ενότητα, από τις πιο δύσκολές δραστηριότητες είναι  ο έλεγχος των 
εισερχόµενων στο χώρο της εκδήλωσης. Στις περισσότερες εκδηλώσεις υπάρχουν 
στην είσοδο άνθρωποι επιφορτισµένοι µε αυτόν ακριβώς το ρόλο. Η διαδικασία όµως 
αυτή παρουσιάζει αρκετές αδυναµίες. Αρχικά πρέπει να γίνεται έλεγχος ώστε όλοι οι 
εισερχόµενοι στο χώρο να έχουν εισιτήριο και επιπλέον τα εισιτήρια να είναι γνήσια. 
Ωστόσο, η πλαστογράφηση των εισιτηρίων είναι σχετικά εύκολη αλλά και ο έλεγχος 
τους κατά την είσοδο, µε άτοµα στην αναµονή, είναι δύσκολος.  Το   RFID, µε 
ετικέτες στα εισιτήρια και αυτόµατους αναγνώστες στην είσοδο, κάνει τη διαδικασία 
αυτή πολύ πιο απλή. Τα γνήσια εισιτήρια φέρουν RFID ετικέτες και µόνο όταν ο 
RFID  αναγνώστης εντοπίσει την ετικέτα επιτρέπει την είσοδο. Η είσοδος γίνεται πιο 
γρήγορα, µειώνοντας, µε τον τρόπο αυτό,  τις καθυστερήσεις στην αναµονή, τα 
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παράπονα των θεατών και το προσωπικό που απαιτείται για τον έλεγχο κατά την 
είσοδο.      
 
                                             Εικόνα 4.6: “Ελεύθερη πρόσβαση” µε πύλες RFID UHF  
 
4.8 Νοσοκοµεία και Κλινικές 
 
Σε µεγάλους οργανισµούς, όπως αυτοί στον ευρύτερο χώρο της υγείας, οι χρήσεις του 
RFID είναι ποικίλες και ιδιαίτερα σηµαντικές. Θα αναφερθούµε συνοπτικά σε 
κάποιες από αυτές ως ενδεικτικές για τη βελτίωση της διοίκησης και των 
παρεχόµενων υπηρεσιών.  
Τα νοσοκοµεία διαθέτουν µεγάλους αποθηκευτικούς χώρους µε εξοπλισµό και 
φάρµακα. Η διαχείριση των αποθεµάτων σε φάρµακα και άλλα ιατρικά αναλώσιµα 
είναι µία αρκετά επίπονη διαδικασία  και αν ληφθεί υπόψη  πόσο άµεση χρειάζεται να 
είναι η χορήγηση φαρµάκων σε κάποιες περιπτώσεις, η διαδικασία αυτή αποκτά 
µεγαλύτερη σηµασία. Με τη χρήση ετικετών RFID στα φάρµακα, το αρµόδιο 
προσωπικό µπορεί να έχει µια άµεση εικόνα για την ποσότητα του αποθέµατος σε 
κάθε φάρµακο. Η εικόνα αυτή ανταποκρίνεται στο πραγµατικό απόθεµα αφού ο 
RFID αναγνώστης που ενηµερώνει το σύστηµα της αποθήκης εντοπίζει τα προϊόντα 
που υπάρχουν εκείνη τη στιγµή. Επιπλέον, προσθέτοντας στα δεδοµένα που είναι 
αποθηκευµένα στις RFID ετικέτες την ηµεροµηνία λήξης των φαρµάκων 
αυτοµατοποιείται η διαδικασία απόσυρσης όσων έχουν λήξει. Περίπτωση χορήγησης 
αλλοιωµένου φαρµάκου σε ασθενή θα είχε απρόβλεπτες συνέπειες. Τα φάρµακα 
µπορούν επίσης να εντοπιστούν πολύ πιο εύκολα στα ράφια της αποθήκης µε τη 
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χρήση του RFID παρέχοντας τη δυνατότητα για άµεση χορήγηση σε επείγοντα 
περιστατικά. 
Με παρόµοιο τρόπο, το RFID µπορεί να χρησιµοποιηθεί και στις τράπεζες αίµατος. 
Κάθε δοχείο αίµατος φέρει µια RFID ετικέτα µε καταγεγραµµένα τα απαραίτητα 
στοιχεία του αίµατος, όπως την οµάδα, το όνοµα του δότη κ.α. Ο έλεγχος 
αποθεµάτων µπορεί να γίνει, όπως είπαµε πριν, αυτοµατοποιηµένα µε τα 
πλεονεκτήµατα που περιγράψαµε προηγουµένως. Όµως η τεχνολογία RFID 
προχωράει λίγο ακόµα τοποθετώντας ένα ακόµα επίπεδο ασφάλειας στις ιατρικές 
επεµβάσεις. Μία RFID ετικέτα τοποθετείται και σε κάθε ασθενή (π.χ. σε µία καρτέλα 
στο χέρι του) παρέχοντας πληροφορίες για το ιατρικό ιστορικό του και τις εξετάσεις 
που του έγιναν κατά τη νοσηλεία. Οι πληροφορίες αυτές ακολουθούν τον ασθενή 
µειώνοντας τα λάθη που θα προέκυπταν από σύγχυση του µε άλλο ασθενή. Υπάρχει, 
ακόµη, η δυνατότητα µιας πιο έξυπνης εφαρµογής, που χρησιµοποιεί RFID 
αναγνώστη, ο οποίος διασταυρώνει τις πληροφορίες π.χ. µιας φιάλης αίµατος µε τα 
αντίστοιχα στοιχεία για την οµάδα αίµατος του ασθενή. Σε περίπτωση που δεν 
υπάρχει αντιστοιχία το σύστηµα θα δώσει ένδειξη λάθους που θα προειδοποιήσει το 
γιατρό ή το νοσηλευτή. Πολλοί ασθενείς θα ήταν ευγνώµονές σ’ αυτήν την 
τεχνολογία. 
  
              Εικόνα 4.7 : Εφαρµογές RFID στον τοµέα της υγείας 
Μία ακόµα εφαρµογή του RFID θα ήταν στις κλινικές που γίνονται γεννήσεις. Έχουν 
γίνει πολλά λάθη και στατιστικά η πιθανότητα µία µητέρα να καταλήξει µε παιδί 
διαφορετικό από αυτό που γέννησε δεν είναι µικρή. Η χρήση RFID ετικετών κατά τη 
γέννα, οι οποίες συσχετίζουν τη µητέρα µε το νεογέννητο παιδί της µειώνουν στο 
ελάχιστο τις πιθανότητες λάθους.    
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4.9 ∆ιαχείριση Αποθηκών και Εφοδιαστικής Αλυσίδας        
 
Λόγω της παγκοσµιοποίησης τα δίκτυα σε µία εφοδιαστική αλυσίδα γίνονται ολοένα 
και πιο σύνθετα. Οι υπεύθυνοι των Logistics στην καθηµερινή τους εργασία  
συνεργάζονται µε ένα µεγάλο αριθµό συνεργατών οι οποίοι  βρίσκονται σε µακρινή 
απόσταση και απαιτούν µεγαλύτερη ποικιλία προϊόντων και αποδείξεις ποιότητας. Η 
ικανοποίηση των πελατών µιας επιχείρησης θέτει σαν προαπαιτούµενο καλή 
ποιότητα και παράδοση την κατάλληλη στιγµή.  Οι επιχειρήσεις έχουν υιοθετήσει 
διάφορες προσεγγίσεις για να διαχειριστούν την εφοδιαστική τους αλυσίδα οι οποίες 
αφορούν την προµήθεια υλικών,  τον προγραµµατισµό της παραγωγής, την 
αποθήκευση και τη διανοµή των τελικών προϊόντων. Οι προσεγγίσεις αυτές έχουν 
στόχο να αυτοµατοποιήσουν τις διαδικασίες και να ελαχιστοποιήσουν τα λάθη.    
Για να υιοθετηθούν αυτοµατοποιηµένες διαδικασίες απαιτείται να πληρούνται 
κάποιες συνθήκες  στα συστήµατα Logistics. Οι απαιτήσεις αυτές 
κατηγοριοποιούνται  σε οργανωτικές, τεχνολογικές και διαδικαστικές (Mortensen, 
2004). Οργανωτικά, απαιτείται η ικανότητα αντίδρασης σε ειδικά και απρόβλεπτα 
περιστατικά. Κατά το σχεδιασµό των αυτοµατοποιηµένων συστηµάτων πρέπει να 
εξασφαλίζεται η ελαχιστοποίηση του ρίσκου και η εξασφάλιση της ποιότητας. 
Τεχνολογικά, πρέπει να εξασφαλίζεται σχεδιασµός και έλεγχος των λειτουργιών που 
σχετίζονται µε την διαχείριση των δεδοµένων και την επικοινωνία και συνεργασία 
των διαφόρων συστηµάτων. Σε επίπεδο διαδικασιών οι απαιτήσεις αφορούν τη 
βελτίωση της «ευφυΐας»   των τεχνολογικών συστηµάτων και υποσυστηµάτων  ώστε 
να παίρνουν αποφάσεις σύµφωνα µε τους στόχους που έχουν προγραµµατισθεί χωρίς 
ανθρώπινη παρέµβαση. Θα δούµε πως η εφαρµογή του RFID ικανοποιεί τις 
απαιτήσεις αυτές αυτοµατοποιώντας τις διαδικασίες των logistics. 
Αρχικά θα δούµε την εφαρµογή του στη λειτουργία αποθηκών. Οι αποθήκες 
αποτελούν απαραίτητο δεσµό ανάµεσα στα εισερχόµενα στην παραγωγή - πρώτες 
ύλες και στα εξερχόµενα – τελικά προϊόντα. Οι περισσότερες από τις λειτουργίες σε 
µια αποθήκη γίνονται από ανθρώπους κάτι που επιβραδύνει την αλυσίδα και 
επιβαρύνει το κόστος της αποθήκης. Ακόµα και µε τη χρήση συστηµάτων διαχείρισης 
αποθηκών οι λειτουργίες δεν µπορούν να χαρακτηριστούν αυτοµατοποιηµένες. Στις 
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περισσότερες αποθήκες, τόσο όταν εισέρχονται προϊόντα όσο κι όταν εξέρχονται η 
καταγραφή τους στο σύστηµα γίνεται από κάποιο υπάλληλο ο οποίος εισάγει τα 
δεδοµένα. Οι πληροφορίες που δίνει ένα τέτοιο σύστηµα είναι τόσο ενηµερωµένες 
όσο έχει εισάγει ο υπάλληλος. ∆ε δίνει δηλαδή πλήρη στοιχεία της αποθήκης. Η 
χρήση του RFID αυτοµατοποιεί πολλές από τις λειτουργίες της αποθήκης.  
Ο έλεγχος αποθεµάτων είναι µια από τις βασικές εφαρµογές του RFID στη διαχείριση 
αποθηκών (Polniak,2007). Τα προϊόντα τα οποία εισάγονται στην αποθήκη και θα 
χρησιµοποιηθούν στην παραγωγή επισηµαίνονται µε µια RFID ετικέτα η οποία έχει 
αποθηκευµένες όλες τις απαραίτητες πληροφορίες για το προϊόν. Όταν το προϊόν 
χρησιµοποιηθεί στην παραγωγή, είτε αφαιρείται η ετικέτα ή διακόπτεται η λειτουργία 
της, είτε µεταβάλλονται κάποια από τα στοιχεία της που δείχνουν τη νέα κατάσταση. 
Για να γίνει πιο σαφές, ας πούµε ως παράδειγµα µία παλέτα µε 10 σάκους 
ανθρακικού ασβεστίου της οποίας το περιεχόµενο µειώνεται σταδιακά. Η µείωση 
αυτή µπορεί να καταγραφεί στη RFID ετικέτα µε τη χρήση ενός RFID αναγνώστη. Το 
απόθεµα προϊόντος σε µία αποθήκη µπορεί να ελεγχθεί µε πολύ απλό και σύντοµο 
τρόπο. Λόγω της ευκολίας αυτής υπάρχει η δυνατότητα συνεχών καταγραφών και 
ενηµέρωσης των συστηµάτων διαχείρισης αποθηκών.  Καθώς οι ετικέτες στα 
προϊόντα της αποθήκης αποθηκεύουν όλες τις απαραίτητες πληροφορίες αρκεί µία 
σάρωση από έναν υπάλληλο ή ένα ροµποτικό µηχάνηµα που θα φέρει RFID 
αναγνώστη. Στο τέλος της σάρωσης το σύστηµα διαχείρισης της αποθήκης θα έχει 
συλλέξει τις πληροφορίες και θα µπορεί να δώσει µια πλήρη εικόνα της καταγραφής. 
Η ίδια διαδικασία γίνεται και µε τα προϊόντα που παράγονται και στη συνέχεια 
αποθηκεύονται.    
Το RFID µπορεί να εφαρµοστεί και στην διακίνηση των εµπορευµάτων. Κατά τη 
φόρτωση των εµπορευµάτων γίνονται συνήθως τα περισσότερα λάθη τα οποία 
οδηγούν σε επιστροφές προϊόντων. Οι επιστροφές είναι ένα από τα πιο ζηµιογόνα 
προβλήµατα σε µία εταιρεία καθώς είναι ένας παράγοντας που προβλέπεται δύσκολα 
(αν υπήρχε η δυνατότητα να προβλεφθούν οι επιστροφές προϊόντων θα ήταν 
οξύµωρο να µην µπορούν να περιοριστούν) και επιπλέον η διαχείρισή τους επηρεάζει 
τη διαχείριση της εφοδιαστικής αλυσίδας δηµιουργώντας συµφόρηση στις 
διαδικασίες της. Η αποστολή λάθος προϊόντων σε ένα πελάτη επιβαρύνει την εταιρεία 
µε το  κόστος αποστολής του, το κόστος συνολικά των διαδικασιών για την 
επιστροφή του, το κόστος ενδεχόµενης φθοράς, φύρας ή απαξίωσης, το κόστος 
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αποστολής του σωστού προϊόντος και τέλος επιβαρύνει την αξιοπιστία της εταιρείας 
προς τους πελάτες της που στο συνεχώς πιο ανταγωνιστικό περιβάλλον αποτελεί 
ακρογωνιαίο λίθο µιας σταθερής συνεργασίας.  
Με τη χρήση RFID και κατάλληλα σχεδιασµένων λογισµικών οι λάθος φορτώσεις 
ελέγχονται και περιορίζονται. Οι ετικέτες που τοποθετούνται στις παλέτες φέρουν 
µεταξύ των υπολοίπων πληροφοριών και πληροφορίες για το φορτηγό και τη θέση 
(ανάλογα µε το δροµολόγιο και τη σειρά εκφόρτωσης) που πρέπει να φορτωθούν σε 
αυτό. Οι πληροφορίες µπορούν να εισαχθούν αυτόµατα στις ετικέτες απλά µε το 
σκανάρισµα τους από RFID αναγνώστες συνδεδεµένους µε το σύστηµα  διαχείρισης 
της αποθήκης που ενηµερώνει για τις πληροφορίες αυτές. Οι χειριστές φορτωτικών 
µηχανηµάτων αναγνωρίζουν τη θέση των προϊόντων που είναι για µεταφορά µε τους 
RFID αναγνώστες και συστήµατα GIS4 και τη θέση φόρτωσης τους. Η εργασία των 
χειριστών απλοποιείται στη µεταφορά των προϊόντων στα φορτηγά. Κατά τη 
φόρτωση γίνεται επίσης έλεγχος από RFID αναγνώστες που είναι τοποθετηµένοι στα 
φορτηγά. Σε περίπτωση λάθος φόρτωσης ειδικά σχεδιασµένο σύστηµα δίνει ηχητικό 
σήµα προειδοποιώντας για το λάθος αυτό και ενηµερώνει το σύστηµα διαχείρισης της 
αποθήκης.  Μόλις το λάθος διορθωθεί, το WMS5 ενηµερώνεται για την ορθότητα της 
φόρτωσης. Έτσι, τα λάθη στις φορτώσεις περιορίζονται ενώ σε περίπτωση λάθους 
είναι δυνατός ο εντοπισµός του και η ταχύτερη διόρθωση του. Το σύστηµα που 
περιγράψαµε ελαχιστοποιεί ως αποτέλεσµα τους κινδύνους τους οποίους 
δηµιουργούν οι επιστροφές προϊόντων. 
Κατά τη µεταφορά των προϊόντων υπάρχει επίσης ανάγκη ανίχνευσης και 
ταυτοποίησης των µεταφερόµενων προϊόντων. Ένα µεγάλο µέρος των λαθών γίνεται 
επίσης και κατά τη εκφόρτωση των προϊόντων στο χώρο του παραλήπτη-πελάτη. Με 
τη χρήση GIS συστηµάτων καθώς και άλλων συστηµάτων επικοινωνίας των 
µεταφορικών οχηµάτων µε τα πληροφοριακά συστήµατα της εταιρείας δίνεται η 
δυνατότητα παρακολούθησης της πορείας µεταφοράς των προϊόντων. Κατά την 
εκφόρτωση των προϊόντων πάλι οι RFID ετικέτες δηλώνουν τον προορισµό της 
                                                           
4
 G.I.S:(Geographical Informations Systems) ή (Γεωγραφικά Συστήµατα Πληροφοριών Γ.Σ.Π) ή 
(Σύστηµα Πληροφοριών Γης Σ.Π.Γ) : Είναι ένα ολοκληρωµένο σύστηµα συλλογής, αποθήκευσης, 
διαχείρισης, ανάλυσης και απεικόνισης πληροφοριών σχετικών µε ζητήµατα γεωγραφικής φύσης. 
5
 Warehouse Management System: Σύστηµα ∆ιαχείρισης Αποθήκης  
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παραγγελίας και οι αναγνώστες µε τη χρήση του κατάλληλου συστήµατος 
επισηµαίνουν την ορθότητα ή µη του παραλήπτη στον οποίο έχουν µεταφερθεί τα 
προϊόντα. Πάλι σε περίπτωση λάθους ενηµερώνεται τόσο ο οδηγός όσο και το 
σύστηµα διαχείρισης της εταιρίας. Καλύτερη διαχείριση των διανοµών µε λιγότερες 
επιστροφές προϊόντων, αποτελεσµατικότερη χρήση των µεταφορικών µέσων και 
ταχύτερες διαδικασίες εκφόρτωσης είναι τα άµεσα οφέλη της εφοδιαστικής αλυσίδας. 
Η καλύτερη ικανοποίηση των πελατών, η αύξηση της ανταγωνιστικότητας της 
επιχείρησης, η µείωση του κόστους και τα αυξηµένα κέρδη είναι η µακροπρόθεσµη 
απόδοση της επένδυσης (Scholz-Reitert, Windt, Freitag, 2007).       
 
 
 
 
 
Εικόνα 4.8: Εφαρµογή RFID σε αποθήκη Logistics. 
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5. RFID ΣΤΑ ΚΑΤΑΣΤΗΜΑΤΑ ΛΙΑΝΙΚΟΥ ΕΜΠΟΡΙΟΥ – 
SUPER MARKETS 
 
5.1 Το πρόβληµα 
 
Οι σηµαντικότερες απογοητεύσεις που βιώνουν οι καταναλωτές στα καταστήµατα, 
σύµφωνα µε την έρευνα των εταιριών Gap Gemini Ernst & Young, Intel, Cisco 
Systems και Microsoft ( http://www.alba.edu.gr ), είναι: 
1. ∆υσκολία στη διάβαση από το ταµείο γρήγορα ή και χωρίς προβλήµατα. 
2. Εξάντληση των αποθεµάτων των προϊόντων στα ράφια. 
3. ∆υσκολία στον εντοπισµό προσωπικού που θα απαντήσει σε ερωτήµατα και 
θα βοηθήσει στις αγορές. 
4. Έλλειψη ορατών τιµών πάνω στα προϊόντα ή στα ράφια. 
5. Έλλειψη γνώσης εκ µέρους του προσωπικού για τα προϊόντα ή και για το 
κατάστηµα εν γένει. 
Επίσης, σύµφωνα µε την υφιστάµενη νοµοθεσία (Αγορανοµική ∆ιάταξη 
αρθιµ.8/2008 µε θέµα «Εξειδικευµένες και εναλλακτικές υποχρεώσεις 
λιανοπωλητών»), επιβάλλεται η ανάρτηση πινακίδων τιµών σε συσκευασίες αγαθών 
και σε αποσυσκευασµένα είδη, τα οποία πωλούνται σε όλα τα καταστήµατα άνω των 
300τ.µ. Παρά ταύτα, διευκρινίζεται στην διάταξη ότι, εφόσον τα πωλούµενα είδη 
φέρουν επί της συσκευασίας γραµµωτό κώδικα (barcode), µπορεί να χρησιµοποιηθεί 
εναλλακτικά ηλεκτρονικό σύστηµα αναγνώρισης και ελέγχου τιµών. Οι συσκευές που 
το απαρτίζουν (price checkers) θα πρέπει να είναι τοποθετηµένες σε σηµεία του 
καταστήµατος (προβλέπεται µία συσκευή ανά 300τ.µ. χώρου πώλησης), ώστε να 
επιτρέπουν στον καταναλωτή να ελέγχει την τιµή του προϊόντος –µετά από σάρωση 
του barcode στη συσκευασία του-  πριν φτάσει στο ταµείο. 
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5.2 Case study: Carrefour – Μαρινόπουλος (www.netwave.gr) 
 
Σε αναβάθµιση του συστήµατος αναγραφής, ελέγχου και ενηµέρωσης τιµών στα 
ράφια των καταστηµάτων της στις περιοχές του Αµαρουσίου και του Γέρακα 
προχώρησε το 2005 η εταιρία Carrefour-Μαρινόπουλος.  Η µεγαλύτερη αλυσίδα 
λιανικού εµπορίου στην ελληνική αγορά επέλεξε το σύστηµα ηλεκτρονικών ετικετών 
Pricer το οποίο εισάγει και διαθέτει η εταιρία NETWave.  Αξίζει να σηµειωθεί ότι το 
έργο της NETWave στα καταστήµατα Carrefour αποτέλεσε την πρώτη εγκατάσταση 
ηλεκτρονικών ετικετών ραφιών στην Ελλάδα.  Το σύστηµα αποτελείται από 37.000 
ετικέτες που έχουν τοποθετηθεί στα ράφια των καταστηµάτων, το λογισµικό 
διαχείρισης, έναν κεντρικό server και έναν εκτυπωτή ετικετών barcode Zebra TLP 
2844 και βασίζεται στην αµφίδροµη επικοινωνία, µέσω υπέρυθρης ακτινοβολίας, 
τιµών και άλλων πληροφοριών που αφορούν τα είδη µε στόχο την άµεση και σωστή 
ενηµέρωση των ραφιών αλλά και των αποθεµάτων.  Οι ηλεκτρονικές ετικέτες Pricer 
παρέχουν µεγάλη δυνατότητα παραµετροποίησης ανάλογα µε τις απαιτήσεις του 
καταστήµατος, συντηρούνται εύκολα, µπορούν να χρησιµοποιηθούν ακόµα και σε 
ψυγεία µε πολύ χαµηλές θερµοκρασίες και διαθέτουν δέκα χρόνια ζωής µπαταρίας.  
Πάνω στις ηλεκτρονικές ετικέτες υπάρχει η δυνατότητα απεικόνισης οποιασδήποτε 
πληροφορίας που αφορά στο προϊόν και στο κατάστηµα, όπως τιµή, ηµεροµηνία 
παραγωγής, ηµεροµηνία λήξης, προέλευση, κλπ και οι πληροφορίες αυτές µπορούν 
να αλλάξουν δυναµικά, σε εντυπωσιακά µικρούς χρόνους.  Το σύστηµα της Pricer 
δίνει λύση στο γνωστό πρόβληµα που αντιµετωπίζουν όλες οι µεγάλες αλυσίδες 
supermarket που πωλούν εντός των καταστηµάτων τους χιλιάδες κωδικούς ειδών, 
των οποίων η καθηµερινή διαχείριση αποτελεί µία ιδιαίτερα κοστοβόρα και 
χρονοβόρα διαδικασία η οποία υπόκειται σε πολλά λάθη, λόγω του µεγάλου αριθµού 
προϊόντων, της ταχύτητας µε την οποία διακινούνται, αλλά και του ανθρώπινου 
παράγοντα που µεσολαβεί.  Το σύστηµα της Pricer προσφέρει στην Carrefour ένα 
αξιόπιστο και σταθερό εργαλείο ηλεκτρονικής αναγραφής τιµών. 
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5.3 Case  study : Metro store of the future                                         
(∆ουκίδης , 2004)                             
 
Τον Απρίλου του 2003 ο γερµανικός όµιλος λιανεµπορίου Metro παρουσίασε το 
«κατάστηµα του µέλλοντος», ένα παραδοσιακό supermarket στο Rheinberg της 
Γερµανίας που έχει µετατραπεί σε ένα είδος εργαστηρίου όπου οι ενδιαφερόµενοι 
πειραµατίζονται µε τις δυνατότητες που προσφέρουν οι νέες τεχνολογίες στον κλάδο 
του λιανεµπορίου. Αυτό θεωρείται ως η πιο πρωτοποριακή εξέλιξη στον κλάδο του 
λιανεµπορίου που θα επηρεάσει τον τρόπο που αγοράζει ο καταναλωτής για τα 
επόµενα 20-30 χρόνια. Σε συνεργασία µε άλλους φορείς του λιανεµπορίου και 
εταιρίες πληροφορικής, χρησιµοποιήθηκαν στο κατάστηµα προηγµένες τεχνολογικές 
λύσεις που έχουν στόχο να διευκολύνουν τη διαδικασία των αγορών και να την 
κάνουν πιο άνετη για τους καταναλωτές  
 
Στο κατάστηµα του µέλλοντος της Metro οι καταναλωτές χρησιµοποιούν καρότσια 
εξοπλισµένα µε µικροϋπολογιστές που µπορούν να «διαβάζουν» αυτόµατα τους 
ραβδωτούς κώδικες των προϊόντων που επιλέγονται και να υπολογίζουν την συνολική 
τρέχουσα αξία τους. Στους διαδρόµους του καταστήµατος υπάρχουν ζυγαριές που 
διαθέτουν ψηφιακές κάµερες και µπορούν να αναγνωρίζουν τα διαφορετικά προϊόντα 
π.χ. τις ντοµάτες από τα µήλα, και οι οποίες τυπώνουν τις αντίστοιχες τιµές. 
Περίπτερα πληροφοριών (info-kiosks) παρέχουν συµβουλές για την επιλογή κρασιών 
ή κρεατικών. Ένα ασύρµατο δίκτυο καθοδηγεί τους καταναλωτές προς τις 
συγκεκριµένες τοποθεσίες µέσα στο κατάστηµα όπου βρίσκονται τα προϊόντα που 
επιθυµούν να αγοράσουν. Και όταν οι αγορές ολοκληρωθούν η πληρωµή στο ταµείο 
γίνεται αυτόµατα και δεν απαιτείται αναµονή σε ουρές. Οι τεχνολογίες και οι 
εφαρµογές που χρησιµοποιούνται είναι οι ακόλουθες: 1) «Γρήγορα και 
εξατοµικευµένα» - Ο προσωπικος βοηθός αγορών (ΠΒΑ). Ο προσωπικος βοηθός 
αγορών (ΠΒΑ) είναι ένας µικρός, φορητός υπολογιστής, ενσωµατωµένος στο 
καρότσι του supermarket, ο οποίος έχει σχεδιστεί ειδικά προκειµένου να βοηθάει 
τους καταναλωτές κατά την επίσκεψή τους στο κατάστηµα. Οι καταναλωτές 
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χρησιµοποιούν µια ειδική κάρτα αναγνώρισης µέσω της οποίας το σύστηµα 
πιστοποιεί την ταυτότητά τους. Στο αριστερό µέρος της οθόνης του ΠΒΑ εµφανίζεται 
η λίστα αγορών µε τις τιµές και την παριγραφή των προϊόντων τα οποία ο 
καταναλωτής έχει ήδη «περάσει» από τον σαρωτή του µηχανήµατος. Παράλληλα 
εµφανίζονται και τυχόν εκπτώσεις προϊόντων, ειδικές προσφορές και άλλες 
προωθητικές ενέργειες, ενώ ο ΠΒΑ µπορεί να χρησιµοποιηθεί και για τον 
προσανατολισµό του καταναλωτή καθώς αυτός κινείται µέσα στο κατάστηµα. 
 
Οι καταναλωτές που έχουν χρησιµοποιήσει τον ΠΒΑ στο παρελθόν θα έχουν 
πρόσβαση σε µια λίστα υπενθύµισης αγορών, την οποία µπορούν να αλλάξουν 
σύµφωνα µε τις καταναλωτικές τους προθέσεις. Στο δεξιό µέρος της οθόνης του ΠΒΑ 
εµφανίζονται οι ειδικές προσφορές στο κατάστηµα. Αυτές ανταποκρίνονται στις 
εξατοµικευµένες ανάγκες του καταναλωτή κκαι αλλάζουν ανάλογα µε την τρέχουσα 
θέση στο κατάστηµα. Όταν ο καταναλωτής ολοκληρώσει τις αγορές του, ο ΠΒΑ 
στέλνει πληροφορίες για τα προϊόντα που έχου επιλεγεί στο ταµείο, µε αποτέλεσµα 
να πραγµατοποιείται η πληρωµή γρήγορα και εύκολα. 
 
2) «Πλήρωσε καθώς περπατάς» - Το έξυπνο ταµείο µέσω του ΠΒΑ. Ο ΠΒΑ 
συνεισφέρει στη µείωση του χρόνου αναµονής στο ταµείο. Εφόσον ο ΠΒΑ 
«διαβάζει» τους ραβδωτούς  κώδικες των προϊόντων που έχουν επιλεγεί, οι 
καταναλωτές δεν χρειάζεται να βγάλουν τα προϊόντα για να τα περάσουν από το 
ταµείο. Στο ταµείο γίνατει µόνο η έκπτωση της απόδειξης αυτόµατα και ο 
καταναλωτής πληρώνει το ανάλογο ποσό. 
 
3) «Συναρπαστικό και πληροφοριακό» - Ηλεκτρονικές διαφηµιστικές 
καταχωρίσεις. Οθόνες 19 ιντσών χρησιµοποιούνται για την προβολή διαφηµιστικών 
καταχωρήσεων και ειδικών προσφορών για διάφορα προϊόντα. Η συγκεκριµένη λύση 
παρέχει το πλεονέκτηµα της άµεσης αλλαγής του διαφηµιστικού µηνύµατος µε΄σα σε 
πολύ σύντοµο χρονικό διάστηµα. Επιπροσθέτως, υπάρχουν τοποθετιµένες µεγάλες 
οθόνες πλάσµατος σε συγκεκριµένα σηµεία του καταστήµατος (όπως π.χ. στο 
φαρµακείο), όπου προβάλλονται προωθητικά video ή επιδείξεις προϊόντων. Το εν 
λόγω υλικό ανακτάται από µια κεντρική βάση δεδοµένων. 
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4) «Πλήρως ενηµερωµένος» - µε τερµατικά πληροφόρισης. Τα τερµατικά 
πληροφόρησης είναι υπολογιστές τοποθετηµένοι στο κατάστηµα που στοχεύουν στη 
διευκόλυνση των καταναλωτών. Μπορούν να παρέχουν πληροφόρηση, όπως και ο 
ΠΒΑ, αλλά χωρίς να απαιτείται η χρήση κάρτας πιστοποίησης. Τα τερµατικά 
παρέχουν στους καταναλωτές πλήθος χρήσιµες πληροφορίες: π.χ.υποδεικνύουν τη 
θέση του κάθε προϊόντος µέσα στο κατάστηµα, δίνουν πληροφορίες για τα συστατικά 
ή τον τρόπο παρασκευής των προϊόντων. Σε περίπτωση που ένας καταναλωτής θέλει 
επιπλέον πληροφορίες για κάποιο προϊόν (π.χ.κρασί) το τερµατικό πληροφόρησης θα 
τυπώσει αµέσως ην αντίστοιχη πληροφορία, η οποία συνοδεύται από προτάσεις για 
εναλλακτικά ή παρόµοια προϊόντα ή ακόµη και από οδηγίες χρήσης ή συνταγές 
σχετικές µε το προϊόν. 
 
5) «Αξιόπιστη τιµολόγηση» - χρησιµοποιώντας ηλεκτρονικές ετικέτες τιµών 
(ΗΕΤ). Στο κατάστηµα του µέλλοντος οι τιµές των προϊόντων προβάλλονται σε 
ηλεκτρονικές ετικέτες τοποθετηµένες στα ράφια. Ο υπολογισµός της τιµής γίνεται 
αυτόµατα σε πραγµατικό χρόνο βάσει ενός συστήµατος που ενηµερώνεται συνεχώς. 
Όταν οι τιµές αλλάζουν, το κεντρικό σύστηµα ενηµερώνει, µέσω ασύρµατων 
τεχνολογιών, τόσο τις ηλεκτρονικές ετικέτες όσο και το ταµείο. Το σύστηµα αυτό 
εξασφαλίζει οµοιόµορφη τιµολόγηση και σύµφωνη µε το κεντρικό σύστηµα της 
επιχείρησης.  
 
Οι ΗΕΤ µπορούν επίσης να χρησιµοποιηθούν για την εµφάνιση επιπρόσθετων 
πληροφοριών για τα προϊόντα. Συγκεκριµένα, µπορεί οι να αναβοσβήνουν για να 
αποσπάσουν την προσοχή των καταναλωτών σε ειδικές προσφορές. Είναι δυνατόν να 
πραγµατοποιηθούν ακόµη και προωθήσεις προϊόντων µικρής διάρκειας. Η τεχνολογία 
αυτή µπορεί ακόµηνα µεταφέρει σηµαντικές πληροφορίες στο προσωπικό του 
καταστήµατος, όπως για παράδειγµα πληροφορίες σχετικά µε τα διαθέσιµα 
αποθέµατα στα ράφια, για τις ποσότητες των παραγγελιών κ.ά. 
 
6) «Ταχύτερο ζύγισµα» - µε έξυπνες ζυγαριές. Με τη βοήθεια µιας κάµερας και 
ειδικού λογισµκού, η ζυγαριά αναγνωρίζει κάθε προϊόν από την υφή του, το χρώµα 
του, το µέγεθος του και τη θερµική εικόνα του, υπολογίζει τη συνολική τιµή από το 
βάρος και την τιµή που είναι αποθηκευµένη στη µνήµη της και τυπώνει αυτόµατα µία 
αυτοκόλλτη ετικέτα η οποία περιέχει την τιµή του προϊόντος, το βάρος του, τη 
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συνολική τιµή και έναν ραβδωτό κώδικα. Μόνο στην περίπτωση που η ζυγαριά 
αδυνατεί να αναγνωρίσει το προϊόν πρέπει ο πελάτης να επιλέξει µεταξύ των 
διαφορετικών επιλογών. Αυτό µπορεί να συµβαίνει σε περιπτώσεις που το κατάστηµα 
πουλάει π.χ. δαιφορετικές ποικιλίες ντοµάτας. Σε κάθε άλλη περίπτωση ο πελάτης 
απλά ελέγχει ότι η ζυγαριά αναγνώρισε το σωστό προϊόν – και το επιβεβαιώνει 
πατώντας ένα κουµπί. 
 
7) «Πλήρωσε αυτόµατα» - στο έξυπνο ταµείο. Υποστηριζόµενος από το 
διαδραστικό σύστηµα, ο πελάτης µπορεί να πληρώσει χωρίς καν να µεταβεί στο 
ταµείο, χρησιµοποιώντας µια εύχρηστη οθόνη αφής, έναν ανιχνευτή ραβδωτού 
κώδικα και ένα τερµατικό πληρωµής. Ο πελάτης σαρώνει τον ραβδωτό κώδικα του 
κάθε προϊόντος και στη συνέχεια τοποθετεί τα προϊόντα σε µια ζυγαριά η οποία 
υπολογίζει αν το συνολικό βάρος συµφωνεί µε το εκτιµώµενο βάρος που είναι 
αποθηκευµένο στη µνήµη της ζυγαριάς. Σε περίπτωση διαφοράς, δρατηριοποιείται 
κάποιος υπάλληλος και επιλύει το πρόβληµα. 
 
Η τεχνολογία RFID στο κατάστηµα του µέλλοντος παρέχει πολλά πλεονεκτήµατα για 
τους πελάτες, για τα καταστήµατα και για τον κλάδο του λιανεµπορίου γενικότερα:   
• Αυξάνει τη διαθεσιµότητα των προϊόντων. Τα ράφια δεν είναι ποτέ άδεια, 
διότι τα παοθέµατα αντικατοπτρίζουν την πραγµατική ζήτηση. 
• Εξασφαλίζει την ποιότητα των προϊόντων. Η ηµεροµηνία λήξης κάθε 
προϊόντος παρακολουθείται και ελχέγχεται συνεχώς. 
• Απλοποιεί και επιταχύνει τις διαδικασίες της οργάνωσης του 
ανεφοδιασµού: παρέχει συνεχή παρακολούθηση της θέσης των προϊόντων 
σε όλη την εφοδιαστική αλυσίδα. 
Στο κατάστηµα του µέλλοντος της αλυσίδας Metro οι καταναλωτές εκτιµούν 
ιδιαιτέρως το εύρος των νέων προσφερόµενων υπηρεσιών. Μια έρευνα της Boston 
Consulting Group ανέδειξε τα παρακάτω αποτελέσµατα (Οικονοµικός Ταχυδρόµος, 
2004): 
 Ο αροθµός των πελατών του καταστήµατος αυξήθηκε σηµαντικά. 
Συγκεκριµένα, υπήρχε αύξηση των πελατών κατά 30%. 
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 Το 54% των ερωτωµένων απάντησε ότι είναι «πολύ ικανοποιηµένο» 
από τις προσφερόµενες υπηρεσίες του νέου καταστήµατος – η ένδειξη 
αυτή είναι κατά 20% υψηλότερη από την προηγούµενη ένδειξη. 
 Ο αριθµός των τακτικών πελατών αυξήθηκε από 30% σε 43%. 
 Οι πωλήσεις αυξήθηκαν σηµαντικά. 
Οι τεχνολογίες και τα συστήµατα που αναπτύχθηκαν στο πλαίσιο του καταστήµατος 
του µέλλοντος αποσκοπούν στην αύξηση της αποτελεσµατικότητας όλων των 
διαδικασιών στον κλάδο του λιανεµπορίου. Ειδικά µε τη χρήση της τεχνολογίας 
RFID η µετακίνηση των προϊόντων από τους παραγωγούς στα σηµεία λιανικής 
πώλησης θα µπορεί να παρακολουθείται σε πραγµατικό χρόνο. Τα αποθέµατα των 
προϊόντων θα είναι δυνατόν να ελέγχονται και ως εκ τούτου θα µπορέσει να 
εξαλειφθεί το φαινόµενο της έλλειψης αποθεµάτων ακόµη και στο επίπεδο του 
ραφιού. Συµπερασµατικά, οι νέες τεχνολογίες θα συνεισφέρουν στην παροχή 
πρωτοποριακών υπηρεσιών προσαρµοσµένων στις ακριβείς ανάγκες  των 
καταναλωτών καθώς και στη δηµιουργία πλήρως εξατοµικευµένων πολιτικών για το 
marketing. 
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5.4 Case study: Ελληνική πρωτοπορία στην υλοποίηση του 
καταστήµατος του µέλλοντος (www.enet.gr) 
 
Το ερευνητικό έργο MyGROCER χρηµατοδοτήθηκε µερικώς από την Ευρωπαϊκή 
Ένωση και σε αυτό συµµετείχαν οι ακόλουθοι φορείς: Οικονοµικό Πανεπιστήµιο 
Αθηνών (Εργαστήριο ELTRUN), Nokia, Procter & Gamble, Πουλιάδης & 
Συνεργάτες, Unisys, Atlantic Supεremarket και το Τεχνολογικό Πανεπιστήµιο του 
Ελσίνκι. Στόχος του έργου ήταν η δηµιουργία ενός περιβάλλοντος που να 
διευκολύνει τους καταναλωτές κατά τη διάρκεια των αγορών στο κατάστηµα, 
λαµβάνοντας υπόψη τις καταναλωτικές τους τάσεις µε τη χρήση ασύρµατων 
τεχνολογιών. Στο πλαίσιο του έργου MyGROCER κατασκευάστηκε ένα έξυπνο 
καρότσι που διευκολύνει τους καταναλωτές καθ’ όλη την διάρκεια των αγορών τους. 
Επίσης χρησιµοποιήθηκαν ετικέτες RFID σε προϊόντα και µονάδες αναγνώρισης 
RFID στα ράφια και στο καρότσι. Συγκεκριµένα, οι καταναλωτές µπορούν να 
αλληλεπιδράσουν µε το σύστηµα µέσα από τις εξής συγκεκριµένες επιλογές: 
• Μια περιοχή «Περιεχόµενα του καροτσιού» που παρουσιάζει αναλυτικές 
πληροφορίες (λ.χ., περιγραφή, ποσότητα και τιµή) για τα προϊόντα που έχει 
τοποθετήσει ο καταναλωτής στο καρότσι του. 
• Μια περιοχή «Εµφάνιση της συνολικής τιµής» των προϊόντων στο καρότσι, 
συµπεριλαµβανοµένων ενδεχόµενων εκπτώσεων. 
• Μια περιοχή «Λίστα υπενθύµισης αγορών» που παρουσιάζει αναλυτικά τα 
προϊόντα τα οποία ο καταναλωτής είναι διατεθειµένος να αγοράσει. 
• Μια περιοχή «Προωθήσεις προϊόντων» όπου εµφανίζονται όλες οι 
προωθητικές ενέργειες που λειτουργούν στο κατάστηµα και οι οποίες 
συµφωνούν µε τις καταναλωτικές συνήθειες και προηγούµενες αγορές του 
εκάστοτε καταναλωτή. 
• Μια περιοχή «Επιπρόσθετες πληροφορίες για κάθε προϊόν», στην οποία 
εµφανίζονται περαιτέρω χρήσιµες πληροφορίες, όπως θρεπτική αξία, 
συνταγές, συναφή προϊόντα κ.ο.κ. 
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Η εµπειρική αξιολόγηση του προτεινόµενου µηχανισµού αγορών έλαβε χώρα στο 
κεντρικό κατάστηµα της αλυσίδας supermarket Atlantic µε πραγµατικούς 
καταναλωτές κατά την περίοδο Σεπτεµβρίου – Οκτωβρίου 2002. Σκοπός της έρευνας 
ήταν να µελετηθεί πώς επιδρούν στην παραδοσιακή εµπειρία των καταναλωτών οι 
νέες τεχνολογίες και, κατ’ επέκταση, οι νέοι µηχανισµοί πραγµατοποίησης  αγορών 
στο κατάστηµα του µέλλοντος. 
 
Οι συµµετέχοντες στην έρευνα αναγνώρισαν τις δυνατότητες που προσφέρουν οι νέες 
τεχνολογίες σε σχέση µε την εξοικονόµηση χρόνου και εξόδων κατά την επίσκεψη 
στο κατάστηµα. Συγκεκριµένα, οι καταναλωτές θεώρησαν ότι η µείωση του χρόνου 
αναµονής στο ταµείο και η εµφάνιση της συνολικής αξίας των προϊόντων στο 
καρότσι, καθώς και η συγκεντρωτική  εµφάνιση των διαθέσιµων προσφορών στο 
κατάστηµα βελτιώνουν τη συνολική αγοραστική τους εµπειρία. Επιπροσθέτως, η 
δυνατότητα προσανατολισµού στο κατάστηµα συγκέντρωσε ιδιαιτέρως θετικά 
σχόλια. Συµπερασµατικά, οι συµµετέχοντες στην έρευνα αναγνώρισαν τον ρόλο των 
νέων τεχνολογιών στην πραγµατοποίηση αγορών µε ταχύτερο τρόπο, πιο εύκολα και 
φθηνότερα. 
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6. ΖΗΤΗΜΑΤΑ ΑΣΦΑΛΕΙΑΣ ΤΩΝ ΣΥΣΤΗΜΑΤΩΝ RFID 
ΚΑΙ ΠΡΟΣΤΑΣΙΑΣ ΤΗΣ  Ι∆ΙΩΤΙΚΟΤΗΤΑΣ 
 
Η χωρίς προβλήµατα εφαρµογή της τεχνολογίας R.F.I.D. προϋποθέτει ότι τα 
συµµετέχοντα µέρη, δηλαδή ετικέτες και αναγνώστες, λειτουργούν µε ασφαλή τρόπο 
και σύµφωνα µε το πνεύµα της προστασίας της ιδιωτικότητας. Όµως, από τη  µια 
πλευρά, το γεγονός ότι το περιεχόµενο µιας ετικέτας µπορεί να είναι προσβάσιµο από 
τρίτους αναγνώστες χωρίς ο φορέας της να το γνωρίζει, εισάγει ένα σηµαντικό 
αριθµό προβληµάτων που αφορούν την ιδιωτικότητα του φορέα της ετικέτας
6
. Από 
την άλλη, η δυνατότητα µεταβολής του περιεχοµένου των ετικετών θέτουν 
επιπρόσθετα ζητήµατα ασφαλείας του συστήµατος που ειδικότερα αφορούν την 
ανάγκη αυθεντικοποίησης και ελέγχου πρόσβασης στα συστήµατα R.F.I.D. 
 
Ακολουθούν  µερικές από τις τεχνικές επιθέσεων, που µέχρι σήµερα έχουν 
εντοπισθεί, κατά συστηµάτων R.F.I.D. και οι οποίες έχουν ως αποτέλεσµα τη 
δηµιουργία προβληµάτων ασφάλειας και ιδιωτικότητας. (Juels, 2006) :  
• Κρυφή σάρωση: όπως κάθε σύστηµα ασύρµατης επικοινωνίας, η εµβέλεια 
επικοινωνίας των ετικετών R.F.I.D.  µε τους αναγνώστες συνεπάγεται και την 
περιοχή δράσης των πιθανών εισβολέων, που µπορούν έτσι να διαβάσουν τα 
περιεχόµενα της ετικέτας, µε άµεσο αντίκτυπο την παραβίαση της 
εµπιστευτικότητας των αποθηκευµένων  στην ετικέτα πληροφοριών. 
• Κρυφή παρακολούθηση: ακόµη και όταν τα δεδοµένα που βρίσκονται στο 
chip της ετικέτας δεν µπορούν να διαβαστούν, η εκποµπή της ταυτότητάς του 
(chip ID) κατά την αρχικοποίηση (initialization) του πρωτοκόλλου 
επικοινωνίας, µπορεί να επιτρέψει την παρακολούθηση των κινήσεων του 
φορέα της ετικέτας από µη εξουσιοδοτηµένα µέρη. 
• Κρυφή απογραφή: όταν η ετικέτα R.F.I.D. βρίσκεται ενσωµατωµένη σε 
κάποιο αγαθό που έχει αγοράσει ο φορέας µε την πιστωτική του κάρτα, 
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 Σε ότι αφορά τα ζητήµατα ιδιωτικότητας, ως φορέας θεωρείται ο άνθρωπος που είτε µεταφέρει την 
ετικέτα στο σώµα, είτε κατέχει το αγαθό στο οποίο έχει τοποθετηθεί η ετικέτα, π.χ. µια συσκευασία 
ζάχαρης ή ένα ηλεκτρονικό διαβατήριο. 
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γίνεται πολύ ευκολότερη η διασταύρωση στοιχείων από την βάση δεδοµένων. 
Μέσω της συνδυαστικής ταυτοποίησης αγαθού και κατόχου, καταγράφονται 
καταναλωτικές προτιµήσεις και συνήθειες, µε αποτέλεσµα να µπορούν να 
εξαχθούν συµπεράσµατα που αφορούν όχι µόνον την «ανώδυνη» 
καταναλωτική δραστηριότητα συγκεκριµένου ανθρώπου, αλλά ακόµη και 
ευαίσθητα προσωπικά του δεδοµένα, όπως την κατάσταση της υγείας του. 
• Αντιγραφή, µεταβολή και αναπαραγωγή: είναι σχετικά εύκολη και φθηνή η 
αντιγραφή και µεταβολή του περιεχοµένου των ετικετών, καθώς και η 
αναπαραγωγή του από ειδικές συσκευές. 
Από τα παραπάνω προκύπτει ως προφανής η ανάγκη για χρήση µεθόδων και            
τεχνικών αυθεντικοποίησης, ελεγχόµενης πρόσβασης και προστασίας της 
εµπιστευτικότητας  και της ακεραιότητας του περιεχοµένου των ετικετών (Weis, 
2003) 
 
Στο σηµείο αυτό είναι σκόπιµο να επισηµανθούν οι τέσσερις «παγίδες» (Τοποθεσία 
web της γαλλικής Αρχής Προστασίας Προσωπικών ∆εδοµένων), που µπορούν να 
υποβαθµίσουν τις κεφαλαιώδης αρνητικές επιπτώσεις της τεχνολογίας R.F.I.D. στο 
χώρο της ιδιωτικής ζωής και του πληροφοριακού αυτοκαθορισµού
7
 του ατόµου, που 
περιλαµβάνει και το δικαίωµα του καθενός στην ανωνυµία: Η παγίδα ότι τα δεδοµένα 
που αποθηκεύονται συνήθως στις ετικέτες είναι χωρίς σηµασία (τι σηµασία έχει ο 
σειριακός αριθµός ενός κουτιού µε χυµό;), η παγίδα ότι οι ετικέτες τοποθετούνται 
κυρίως σε πράγµατα και όχι σε ανθρώπους, η παγίδα ότι τα κέντρα της τεχνολογικής 
έρευνας για τις εφαρµογές R.F.I.D. είναι στις Η.Π.Α., όπου το επίπεδο σχετικής 
προστασίας των πολιτών δεν είναι τόσο υψηλό όσο στην Ευρώπη και η παγίδα της 
αόρατης παρουσίας και αυτόµατης ενεργοποίησης του συστήµατος R.F.I.D., µε 
αποτέλεσµα ο πολίτης να µην αντιλαµβάνεται την επεξεργασία των πληροφοριών που 
τον αφορούν. Πρόκειται πραγµατικά για παγίδες διότι : Στην πρώτη περίπτωση 
αγνοείται το γεγονός της δυνατότητας οποιουδήποτε να αποκοµίσει πλήθος 
πληροφοριών για ένα πρόσωπο από διασταυρούµενη συγκέντρωση και ανάλυση 
όλων των ετικετών που φέρει το συγκεκριµένο πρόσωπο. Στη δεύτερη περίπτωση 
παραβλέπεται ότι δεν αποκλείεται η εξάπλωση της χρήσης των ετικετών  και πάνω 
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 ∆ηλ. για το δικαίωµα του ατόµου να καθορίζει ποιος, τι, από πού και για ποιο σκοπό θα 
πληροφορείται γι’ αυτό. 
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στο ανθρώπινο σώµα. Στην τρίτη περίπτωση παραγνωρίζεται ότι, µε την ραγδαία 
παγκοσµιοποίηση, η χρήση της τεχνολογίας R.F.I.D. θα επεκταθεί και στην Ευρώπη, 
χωρίς να προλάβει να περιβληθεί µε τα υψηλά πρότυπα της ευρωπαϊκής νοµοθεσίας 
για την προστασία των προσωπικών δεδοµένων. Στην τέταρτη περίπτωση είναι 
φανερό ότι η αόρατη παρουσία και ενεργοποίηση του συστήµατος R.F.I.D. 
συνεπάγεται την έλλειψη ατοµικής εγρήγορσης του προσώπου, που, εν αγνοία του, 
γίνεται επεξεργασία προσωπικών του δεδοµένων. 
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7. ΠΡΩΤΟΒΟΥΛΙΕΣ ΤΗΣ ∆ΙΕΘΝΟΥΣ ΚΟΙΝΟΤΗΤΑΣ ΓΙΑ 
ΝΟΜΙΚΗ ΡΥΘΜΙΣΗ ΤΗΣ ΕΦΑΡΜΟΓΗΣ ΤΗΣ 
ΤΕΧΝΟΛΟΓΙΑΣ RFID 
 
Ενόψει των παραπάνω ήταν αναµενόµενο η εισαγωγή της επαναστατικής τεχνολογίας 
R.F.I.D. να πυροδοτήσει την προσπάθεια ρύθµισης της χρήσης της µε κάποιους 
κανόνες, στην κατεύθυνση της προστασίας της ιδιωτικότητας και των προσωπικών 
δεδοµένων. Στο πνεύµα αυτό κινήθηκαν οι ακόλουθες, ενδεικτικά παρατιθέµενες, 
κατά χρονική σειρά, πρωτοβουλίες: 
 
7.1 Η.Π.Α 
 
Η αντίδραση για την εφαρµογή R.F.I.D. εµφανίστηκε πρώτα στις Η.Π.Α.  Η εκεί 
έλλειψη προστατευτικής νοµοθεσίας για τα προσωπικά δεδοµένα (σε αντίθεση µε την 
ευαισθητοποιηµένη στο θέµα αυτό Ευρώπη) έκανε τους Αµερικανούς πολίτες να 
είναι πολύ προσεκτικοί στους πρωτόγνωρους κινδύνους που εγκυµονεί η νέα αυτή 
τεχνολογία για την ιδιωτική ζωή. Έτσι, σε πολλές πολιτείες, όπως η Καλιφόρνια, το 
Μέρυλαντ, η Μασαχουσέτη, η Γιούτα και η Βιρτζίνια 
(http://www.R.F.I.D.journal.com/article/articleprint/924/-1/1/), παρατηρείται η 
εµφάνιση νοµοθεσιών - ή σχετικών προτάσεων – που ρυθµίζουν τη χρήση της 
τεχνολογίας R.F.I.D.: 
Στην πολιτεία της Καλιφόρνια κατατέθηκε στη Γερουσία νοµοσχέδιο 
(http://www.R.F.I.D.journal.com/article/articleprint/812/-1/1/)8, σύµφωνα µε το οποίο 
ο χρήστης της τεχνολογίας R.F.I.D., οφείλει να συµµορφώνεται µε ορισµένες 
υποχρεώσεις, όπως η υποχρέωση να έχει γραπτή συναίνεση του ατόµου πριν από την 
επεξεργασία προσωπικών του δεδοµένων ή τη διαβίβασή τους  σε τρίτους, η 
υποχρέωση λήψης των κατάλληλων µέτρων για την εξασφάλιση ασφαλούς συλλογής 
και διαβίβασης των προσωπικών δεδοµένων, για την εξασφάλιση της αποκλειστικής 
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 Από τον γερουσιαστή Debra Bowen 
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πρόσβασης στα δεδοµένα µόνον των προσώπων που είναι εξουσιοδοτηµένα να 
χειρίζονται το σύστηµα R.F.I.D., η υποχρέωση αφαίρεσης ή καταστροφής της 
ετικέτας του προϊόντος πριν ο αγοραστής εγκαταλείψει το εµπορικό κατάστηµα, από 
όπου το αγόρασε. Το νοµοσχέδιο νοµοθετήθηκε από την Γερµανία, αλλά σε ήπια 
µορφή, χωρίς δηλ. τις παραπάνω υποχρεώσεις της προηγούµενης έγγραφης 
συγκατάθεσης και της καταστροφής της ετικέτας. 
 
Στην πολιτεία της Γιούτα είναι υπό συζήτηση η Radio Frequency Identification – 
Right to Know Act, η  οποία, µεταξύ άλλων, απαγορεύει την πώληση προϊόντων µε 
ετικέτες R.F.I.D. χωρίς προειδοποίηση ( Murakami, 2004). 
 
Άλλη µία πρόταση για κωδικοποίηση των δικαιωµάτων του ατόµου απέναντι στη 
χρήση της τεχνολογίας R.F.I.D. προέρχεται από το Τεχνολογικό Ινστιτούτο της 
Μασαχουσέτης (M.I.T.) (Garfinkel, 2002). Σύµφωνα µε αυτήν, οι καταναλωτές 
πρέπει να έχουν τα ακόλουθα δικαιώµατα: 
- να γνωρίζουν αν τα προϊόντα έχουν ετικέτες R.F.I.D., 
- να αφαιρούν ή να απενεργοποιούν τις ετικέτες R.F.I.D. όταν αγοράζουν τα 
προϊόντα, 
- να χρησιµοποιούν υπηρεσίες R.F.I.D. χωρίς ετικέτες R.F.I.D., 
- να έχουν πρόσβαση στη βάση δεδοµένων που τροφοδοτείται µε το περιεχόµενο 
των ετικετών, 
- να γνωρίζουν πότε, πού και γιατί διαβάζεται το περιεχόµενο των ετικετών που 
τους αφορά. 
 
Ωστόσο η παραπάνω κωδικοποίηση δικαιωµάτων δεν προτείνεται να αποτελέσει 
περιεχόµενο νοµοθεσίας, αλλά το νοµικό πλαίσιο αυτορρύθµισης, που θα 
ακολουθήσουν οι επιχειρήσεις οι οποίες χρησιµοποιούν την τεχνολογία R.F.I.D.. 
Έτσι οι καταναλωτές θα έχουν τη δυνατότητα να µποϋκοτάρουν τις επιχειρήσεις που 
δεν υιοθετούν την εν λόγω κωδικοποίηση
9
 . 
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  Την κωδικοποίηση αυτή και την πρόταση να αποτελέσει τη βάση αυτορρύθµισης των επιχειρήσεων 
επιδοκιµάζει ο Ιάπωνας Yasujiro Murakami ( “Privacy Issues in the Ubiquitous Information Society 
and Law in Japan”, ό.π., σελ.588), µε την ορθή προσθήκη ότι, εάν οι επιχειρήσεις δεν υιοθετήσουν την 
παραπάνω αυτορρύθµιση, είναι απαραίτητη η νοµοθετική παρέµβαση. 
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Εξάλλου είναι χαρακτηριστικό ότι στις ΗΠΑ, παρά τη σθεναρή αρνητική στάση των 
επιχειρήσεων, που χρησιµοποιούν την παραπάνω τεχνολογία, στο ζήτηµα της 
εισαγωγής ειδικής προστατευτικής ρύθµισης, οι καταναλωτές έκαναν σηµαντικά 
βήµατα προς την κατεύθυνση της θέσπισης νοµοθετικής ρύθµισης. Έτσι µε πρω-
τοβουλία της «Οργάνωσης των Καταναλωτών κατά της προσβολής της ιδιωτικότητας 
στα σουπερµάρκετ και (κατά) της αριθµητικής σήµανσης» (Consumer Against 
Supermarket Privacy Invasion and Numbering : C.A.S.P.I.A.N.), κατατέθηκε 
πρόταση οµοσπονδιακού νόµου (http://nocards.org/R.F.I.D./R.F.I.D.bill.shtml ), 
σύµφωνα µε την οποία πρέπει να υπάρχει ειδική ένδειξη - προειδοποίηση του 
καταναλωτή πάνω στα προϊόντα και στις συσκευασίες, που περιέχουν ετικέτες 
R.F.I.D., µε την επιπρόσθετη ενηµέρωση ότι αυτές µπορούν να διαβιβάσουν 
πληροφορίες µονοσήµαντης ταυτοποίησης σε ένα ανεξάρτητο αναγνώστη πριν και 
µετά την αγορά του προϊόντος, στο οποίο τοποθετήθηκε η ετικέτα. 
 
 
7.2 Ιαπωνία 
 
Στο ίδιο πνεύµα κινείται και η αξιόλογη πρόταση του ιάπωνα Yasujiro Murakami 
(2004) (Πανεπιστήµιο του Τόκυο) για τους κανόνες, οι οποίοι θα µπορούσαν να 
ενταχθούν σε µια Κωδικοποίηση δικαιωµάτων απέναντι στη χρήση της τεχνολογίας 
R.F.I.D.. Σύµφωνα µε την ενλόγω πρόταση, επειδή δεν είναι τεχνικά δυνατόν να 
λαµβάνεται εκ των προτέρων η συγκατάθεση του υποκειµένου για την συλλογή 
δεδοµένων στην ετικέτα R.F.I.D., τουλάχιστον πρέπει να διασφαλίζεται η ελεύθερη 
επιλογή του καταναλωτή να αφαιρεί την ετικέτα ή να την απενεργοποιεί, αφού 
ενηµερωθεί για την ύπαρξη ετικέτας R.F.I.D. στο προϊόν, για τη φύση και για το 
περιεχόµενο της. Πρέπει επίσης να διασφαλίζεται η ακρίβεια, η πληρότητα και η 
ενηµέρωση των υπό επεξεργασία δεδοµένων, η συγκεκριµενοποίηση των σκοπών 
της επεξεργασίας κατά το χρόνο της συλλογής τους και όχι αργότερα, η χρήση των 
δεδοµένων µόνο για τους εν λόγω σκοπούς, η προστασία των δεδοµένων µε τα 
κατάλληλα µέτρα ασφαλείας, η δηµοσιοποίηση της πολιτικής ασφάλειας των 
δεδοµένων, όπως και της ταυτότητας και της διεύθυνσης του υπεύθυνου επεξεργα-
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σίας, καθώς και το δικαίωµα του υποκειµένου να αποκαλύπτει, να απαλείφει ή να 
τροποποιεί τα υπό επεξεργασία δεδοµένα του. 
 
7.3 Ευρωπαϊκή Ένωση 
 
Στο πλαίσιο της Ευρωπαϊκής Ένωσης, η Οµάδα του άρθρου 2910 της Οδηγίας 
95/46/Ε.Κ. υιοθέτησε κείµενο εργασία (www.europa.eu.int/comm/privacy)11, για τα 
ζητήµατα της προστασίας των προσωπικών δεδοµένων που συνδέονται µε τη χρήση 
της τεχνολογίας R.I.F.D., στο οποίο κατ' αρχήν επισηµαίνεται η αναγκαιότητα του 
σεβασµού των βασικών αρχών, που διέπουν τις Οδηγίες 95/46 Ε.Κ. και 2002/88 Ε.Κ., 
και στην περίπτωση επεξεργασίας προσωπικών δεδοµένων µε συστήµατα R.F.I.D.. 
Στη συνέχεια το παραπάνω κείµενο εργασίας, αφού απαντά θετικά στο ερώτηµα ότι η 
χρήση της τεχνολογίας R.F.Ι.D., εµπίπτει στο ρυθµιστικό πεδίο των παραπάνω οδη-
γιών, παραθέτει τα τεχνικά χαρακτηριστικά της ίδιας τεχνολογίας και περιπτώσεις 
πρακτικής εφαρµογής της, καθώς και επιπτώσεις της χρήσης της στο χώρο των 
προσωπικών δεδοµένων. Τέλος, τίθενται οι κατευθύνσεις για τη δηµιουργία ενός 
ρυθµιστικού νοµικού πλαισίου και για τη λήψη των ενδεικνυόµενων µέτρων 
ασφάλειας. 
Το παραπάνω κείµενο εργασίας τέθηκε σε δηµόσια διαβούλευση, στην οποία πήραν 
µέρος ενώσεις καταναλωτών, Πανεπιστήµια, επιχειρήσεις και αντιπροσωπευτικές 
οργανώσεις τους, καθώς και ιδιώτες. Είναι χαρακτηριστικό ότι η πλειονότητα των 
ενώσεων καταναλωτών και των Πανεπιστηµίων θεωρούν πολύ θετικό το 
συγκεκριµένο κείµενο εργασίας, σε αντίθεση µε τους εκπροσώπους της οικονοµικής 
κοινότητας, που διατυπώνουν επιφυλάξεις 
(http://europa.eu.int/comm/justice_home/fsj/privacy/docs/wpdocs/2005/wp111_fr.pdf
). 
                                                           
10
 Πρόκειται για την «Οµάδα προστασίας των προσώπων έναντι της επεξεργασίας δεδοµένων 
προσωπικού χαρακτήρα», που είναι συµβουλευτικό όργανο της Ε.Ε. και απαρτίζεται από έναν 
αντιπρόσωπο της Αρχής ή των Αρχών ελέγχου, που έχει ορίσει κάθε κράτος µέλος της Ε.Ε., έναν 
αντιπρόσωπο της Αρχής ή των Αρχών που έχουν συστηθεί για τα όργανα και τους οργανισµούς της 
Κοινότητας, καθώς και έναν αντιπρόσωπο της Επιτροπής. Για την αποστολή της παραπάνω Οµάδας 
και το έργο της βλ. άρθρο 30 της Οδηγίας 95/46/Ε.Κ. και άρθρο  15 της Οδηγίας 2002/58/Ε.Κ. 
11
  Πρόκειται για το υπ’ αριθ. 105 κείµενο εργασίας 
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Ακόµη στο πλαίσιο της 25ης ∆ιεθνούς ∆ιάσκεψης των εθνικών αρχών Προστασίας 
Προσωπικών ∆εδοµένων, που έλαβε χώρα στο Σίδνεϋ της Αυστραλίας την 12.9.2003, 
εκδόθηκε ψήφισµα (www.cnil.fr) για την ενλόγω τεχνολογία, κατά το οποίο πρέπει να 
εφαρµόζονται οι βασικές νοµικές αρχές για την προστασία των προσωπικών 
δεδοµένων και της ιδιωτικότητας, τόσο στο στάδιο της σχεδίασης της νέας 
τεχνολογίας όσο και στο στάδιο της εφαρµογής της. Σύµφωνα µε το παραπάνω 
ψήφισµα, πρέπει να εφαρµόζονται ενδεικτικά τα ακόλουθα: 
— κάθε υπεύθυνος επεξεργασίας, πριν να χρησιµοποιήσει την τεχνολογία R.F.I.D., 
που συνδέεται µε προσωπικές πληροφορίες ή µε τη δυνατότητα να δηµιουργηθούν 
προφίλ καταναλωτών, θα πρέπει να εξετάσει τη χρήση εναλλακτικών τεχνολογιών, 
που θα οδηγούσαν στο ίδιο αποτέλεσµα, χωρίς τις παραπάνω επιβαρυντικές για την 
ιδιωτική ζωή επιπτώσεις,  
— σε περίπτωση που ο υπεύθυνος επεξεργασίας αποδεικνύει ότι η επεξεργασία 
προσωπικών δεδοµένων µέσω R.F.I.D. είναι απαραίτητη για την επίτευξη του σκοπού 
της επεξεργασίας, τα προσωπικά δεδοµένα πρέπει να συλλέγονται µε τρόπο σαφή και 
διαφανή, 
— τα προσωπικά δεδοµένα πρέπει να χρησιµοποιούνται για τους συγκεκριµένους 
σκοπούς, για τους οποίους συλλέχθηκαν και να διατηρούνται µόνο για όσο χρονικό 
διάστηµα είναι απαραίτητο για την εξυπηρέτηση των παραπάνω σκοπών, και, 
— από τη στιγµή που οι ετικέτες βρίσκονται στην κατοχή των καταναλωτών, αυτοί 
θα πρέπει να έχουν τη δυνατότητα να απαλείψουν τα δεδοµένα, να απενεργοποιήσουν 
ή να καταστρέψουν τις ετικέτες. 
 
7.3.1 Ελλάδα 
 
Με βάση και όσα αµέσως παραπάνω εκτέθηκαν, θα µπορούσε να προταθεί η 
δηµιουργία ενός ελληνικού νοµοθετικού πλαισίου, ρυθµιστικού της χρήσης R.F.I.D., 
µε βασικές αρχές, οι οποίες θα αποβλέπουν στο σεβασµό και στην προστασία των 
πληροφοριών που συγκεντρώνονται και χρησιµοποιούνται. Οι βασικές αυτές αρχές 
µπορούν να αναζητηθούν κατά βάση στην υπάρχουσα ειδική νοµοθεσία για την 
προστασία των προσωπικών δεδοµένων
12
 και να προσαρµοσθούν, µε εξειδικευµένες 
                                                           
12
  ∆ηλ. το ν. 2472/1997, όπως τροποποιήθηκε και ισχύει (πρόσφατη τροποποίηση µε το ν. 3471/2006 
– ΦΕΚ 133/26.6.2006). 
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ρυθµίσεις, στην ιδιαιτερότητα και τα χαρακτηριστικά της παραπάνω τεχνολογίας, 
λαµβανοµένων υπόψη των απειλών που η τελευταία εγκυµονεί για την ιδιωτική ζωή. 
Μια βασική αρχή προτείνεται να είναι ο απόλυτος σεβασµός των δικαιωµάτων του 
ατόµου, το οποίο αφορούν οι πληροφορίες που καταγράφονται στην ετικέτα και 
συγκεντρώνονται στην αντίστοιχη βάση δεδοµένων, όπως αυτά εξειδικεύονται στην 
ειδική νοµοθεσία για την προστασία των προσωπικών δεδοµένων (ν. 2472/1097), µε 
πρώτο το δικαίωµα ενηµέρωσης
13
 που αντιστοιχεί στην ανάλογη υποχρέωση του 
υπεύθυνου επεξεργασίας. Στην κατεύθυνση αυτή, η επιχείρηση που καταγράφει σχε-
τικά δεδοµένα οφείλει να ενηµερώνει τους καταναλωτές - πελάτες της, µε κάθε 
πρόσφορο τρόπο
14
, τόσο γιο την ίδια την καταγραφή όσο και για τη χρήση των 
στοιχείων που συγκεντρώνονται. Ειδικότερα, η επιχείρηση πρέπει να ενηµερώνει τον 
καταναλωτή για: 
- την ταυτότητα της, 
- ποια στοιχεία που τον αφορούν επεξεργάζεται, 
- τον σκοπό (διαφηµιστικό κλπ.) για τον οποίο τα επεξεργάζεται, 
- αν τα διαβιβάζει περαιτέρω σε τρίτους και σε ποιους, 
- τα δικαιώµατα που έχει το υποκείµενο των δεδοµένων. 
Πέρα όµως από αυτή την «κλασική» ενηµέρωση, που είναι υποχρεωτική για κάθε 
επεξεργασία προσωπικών δεδοµένων, η επιχείρηση πρέπει επιπλέον να ενηµερώνει 
τον καταναλωτή: 
- ότι χρησιµοποιεί την τεχνολογία R.F.I.D. 
                                                           
13 Άρθρο 11 ν. 2422/1997. Βλ. σχετικά την υπ αρι6. 1/1989 Κανονιστική Πράξη της Αρχής 
Προστασίας Προσωπικών ∆εδοµένων http://www.dpa.gr/Documents/Gre/Nomoi/1.doc , καθώς και 
τις υπ' αριθ. 90/2002 (ΚΝοΒ 51(2003) 741) και υπ' αριθ., 26/2002 (ΚΝοΒ 51 (2003) 741) αποφάσεις 
της Αρχής, Τουντόπουλο, Β., Το δικαίωµα ενηµέρωσης του υποκειµένου των δεδοµένων, ∆.Ε.Ε. 
5(1999) 576 επ. και τις εκεί παραποµπές, Αλεξανδροπούλου-Αιγυπτιάδου, Ε., Ηλεκτρονική 
επεξεργασία προσωπικών δεδοµένων στο πεδίο της τραπεζικής δραστηριότητας (Νοµικό πλαίσιο), 
Αρµ ΝΗ’ (2004)1388 επ., Αρµαµέντο, Π.- Σωτηρόπουλο, Β., Προσωπικά δεδοµένα, Ερµηνεία ν. 
2412/1917, εκδ. Σάκκουλα, Αθήνα - Θεσσαλονίκη 2005, σελ. 315 επ. 
 
14
   Ο πρόσφορος αυτός τρόπος, έτσι ώστε να εξασφαλίζεται η όσο το δυνατόν απρόσκοπτη και 
επαρκής πληροφόρηση του υποκειµένου, µπορεί να έγκειται στην τοποθέτηση ευδιάκριτης 
προειδοποιητικής πινακίδας στο χώρο συναλλαγής, στη διάθεση έντυπου υλικού, στην αναγραφή σε 
λογαριασµούς, σε τιµολόγια π σε άλλα παραστατικά κ.ά. Για την προσφορότητα του τρόπου 
ενηµέρωσης βλ. ενδεικτικά Αλεξανδροπούλου - Αιγυπτιάδου, Ε., Ηλεκτρονική επεξεργασία 
προσωπικών δεδοµένων στο πεδίο της τραπεζικής δραστηριότητας (Νοµικό πλαίσιο), ό.π., σελ. 1390 
και τις εκεί παραποµπές.  
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- για τα χαρακτηριστικά και για τις χρήσεις της (δεδοµένου ότι αυτή η τεχνολογία 
δεν είναι ακόµη ευρύτερα γνωστή)15, 
- σε ποιο ακριβώς σηµείο του προϊόντος βρίσκεται η ετικέτα 
- σε ποιο ακριβώς σηµείο του καταστήµατος βρίσκεται ο αναγνώστης 
Η παραπάνω ενηµέρωση είναι πολύ σηµαντική για τον καταναλωτή, ο οποίος -κατά 
κανόνα - δεν είναι σε θέση να αντιληφθεί τη συνεχή επεξεργασία προσωπικών του 
δεδοµένων, λόγω της ιδιοµορφίας της τεχνολογίας R.F.I.D., που αφενός χρησιµοποιεί 
µικροσκοπικές ετικέτες και αφετέρου ταυτοποιεί από απόσταση ( Lemarteleur, X., 
2004). 
 
Όσον αφορά το δικαίωµα πρόσβασης (άρθρο 12 ν. 2472/1997), δηλ. το δικαίωµα του 
κάθε ατόµου να πληροφορείται εάν γίνεται επεξεργασία προσωπικών του δεδοµένων 
και τα σχετικά µε αυτήν, το δικαίωµα αυτό αποκτά ιδιαίτερο χαρακτήρα στην 
περίπτωση επεξεργασίας προσωπικών δεδοµένων που συλλέγονται από συστήµατα 
R.F.I.D.. Συγκεκριµένα, το δικαίωµα αυτό, για να ασκηθεί στην εντέλεια, πρέπει να 
χρησιµοποιηθεί απέναντι σε όλες τις επιχειρήσεις που επισκέφθηκε ο καταναλωτής, 
οι οποίες χρησιµοποιούν την εν λόγω τεχνολογία. Όπως είναι αντιληπτό, υπάρχει 
κίνδυνος να εξουδετερωθεί το δικαίωµα, µπροστά στο µεγάλο αριθµό επεξεργασιών 
προσωπικών δεδοµένων του υποκειµένου, που είναι πιθανόν να έγιναν και για τις 
οποίες πρέπει το υποκείµενο να θέσει, σε πλήθος υπεύθυνων επεξεργασίας, 
ερωτήµατα που αφορούν τις ετικέτες, τους αναγνώστες και τις σχετικές βάσεις 
δεδοµένων, να θέσει υπόψη τους – ενδεχοµένως - τους κωδικούς των ετικετών των 
προϊόντων που αγόρασε κλπ. Στο πρόβληµα αυτό προστίθεται και το οικονοµικό 
ζήτηµα των µεγάλων δαπανών στις οποίες πρέπει να υποβληθεί το υποκείµενο για να 
αποκτήσει την τεράστια αυτή πληροφόρηση, η οποία πληρώνεται
16
. 
 
                                                           
15
   Η απλή αναφορά στη χρήση της τεχνολογίας R.F.I.D. δεν αρκεί για την πλήρη ενηµέρωση του 
καταναλωτή. 
16
 Βλ. υπ' αριθ. 122/2001 απόφαση της Αρχής Προστασίας Προσωπικών ∆εδοµένων,      
http://www.dpa.gr/Documents/Gre/Nomoi/436.doc.   , σε εκτέλεση του άρθρου 12 παρ. 3 ν. 
2472/1997, που προβλέπει την καταβολή χρηµατικού ποσού ως προϋπόθεση για την άσκηση, µεταξύ 
άλλων δικαιωµάτων, και του δικαιώµατος πρόσβασης. Βλ. επίσης Αλεξανδροπούλου- Αιγυπτιάδου,Ε., 
Ηλεκτρονική προστασία προσωπικών δεδοµένων και το δικαίωµα αντίρρησης τον υποκειµένου τους, 
Αρµ ΝΘ' (2005) 140. 
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Όσον αφορά το δικαίωµα αντίρρησης του υποκειµένου (άρθρο 13 ν. 2472/1997), 
στην περίπτωση επεξεργασίας των προσωπικών του δεδοµένων µε συστήµατα 
R.F.I.D., θα µπορούσε να ασκηθεί µέσω της δυνατότητας να απενεργοποιεί την 
ετικέτα µόλις το ζητήσει, είτε µέσα στο κατάστηµα είτε λίγο πριν από την έξοδο του 
από αυτό
17
. Είναι αλήθεια ότι η απενεργοποίηση είναι τεχνικά δύσκολο να γίνει από 
τον ίδιο τον καταναλωτή, π.χ. στο σπίτι του. Για το λόγο αυτό θα έπρεπε να 
προβλεφθούν εύχρηστες γι' αυτόν τεχνικές, για τις οποίες θα ενηµερώνεται, οι οποίες 
θα επιτρέπουν την απενεργοποίηση, τεχνικές που θα ήταν σκόπιµο να ενσωµατωθούν 
στο προϊόν κατά την κατασκευή του. Πρέπει επίσης να επισηµανθεί η δυσχέρεια 
άσκησης του δικαιώµατος αντίρρησης λόγω του ιδιαίτερου χαρακτήρα της εν λόγω 
τεχνολογίας, που συνίσταται στην ανάγνωση των ετικετών από απόσταση και στην 
ενεργοποίηση των ετικετών, χωρίς τη δυνατότητα των ενδιαφερόµενων µερών να 
παρέµβουν κατά τη διάρκεια αυτής της διαδικασίας, γεγονός που καθιστά αδύνατη 
την εκ των υστέρων αντίδραση, γιατί η προσβολή της ιδιωτικότητας έχει ήδη 
συντελεσθεί (Τουντόπουλος, 1999). Η λύση θα βρισκόταν στην υιοθέτηση ειδικών 
νοµικών κανόνων που θα απαιτούσαν, για παράδειγµα, την προηγούµενη 
συγκατάθεση του υποκειµένου πριν από οποιαδήποτε χρήση της τεχνολογίας 
R.F.I.D.. Η συγκατάθεση µπορεί να δοθεί και µε ηλεκτρονικό τρόπο, τον οποίο θα 
µπορούσαν να καθορίσουν επιστήµονες της πληροφορικής. Τέλος, δεδοµένου ότι το 
δικαίωµα αντίρρησης ασκείται µε υποβολή συγκεκριµένου αιτήµατος του 
υποκειµένου προς τον υπεύθυνο επεξεργασίας για συγκεκριµένη ενέργεια 
(Αλεξανδροπούλου-Αιγυπτιάδου, 2005) του τελευταίου (π.χ. διόρθωση, µη 
διαβίβαση, διαγραφή: άρθρο 13 παρ. 1 ν. 2472/1997) και εν προκειµένω οι υπεύθυνοι 
επεξεργασίας δυνατόν να είναι πολλοί, τίθεται, όπως και στην άσκηση του 
δικαιώµατος πρόσβασης, το οικονοµικό ζήτηµα των δαπανών στις οποίες πρέπει να 
υποβληθεί το υποκείµενο για να ασκήσει το δικαίωµα αντίρρησης. 
 
Επίσης, ένας βασικός άξονας του προτεινόµενου ειδικού νοµοθετικού πλαισίου 
επιβάλλεται να είναι η ιδιαίτερα προσεκτική εφαρµογή των αρχών επεξεργασίας 
                                                           
17
 Σηµειώνεται ότι η απενεργοποίηση της ετικέτας, πριν από την έξοδο του πελάτη από το κατάστηµα, 
πολλές φορές είναι προς το συµφέρον και της επιχείρησης, για να µην υποκλέπτονται επιχειρηµατικά 
της στοιχεία από τυχόν αναγνώστες · υποκλοπείς που βρίσκονται εκτός καταστήµατος. 
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προσωπικών δεδοµένων
18
, µε κυρίαρχη την αρχή της αναλογικότητας (αναλογίας 
σκοπού επεξεργασίας προς το µέσο που χρησιµοποιείται για την επίτευξη του σκοπού 
αυτού). Στο πνεύµα αυτό, στις ετικέτες δεν θα πρέπει να περιλαµβάνονται στοιχεία 
περισσότερα από τα ελάχιστα που απαιτούνται για να επιτευχθεί ο εκάστοτε 
επιδιωκόµενος στόχος. Έτσι, για παράδειγµα, στις ετικέτες που χρησιµοποιεί µια 
φαρµακοβιοµηχανία στα φάρµακα της, αρκεί η αναγραφή ενός κωδικού αριθµού, έτσι 
ώστε, ακόµη και στην περίπτωση που η ετικέτα αναγνωσθεί από µη εξουσιοδοτηµένο 
πρόσωπο, να διαβασθεί απλά ένας αριθµός, που δεν ταυτοποιεί -τουλάχιστον άµεσα-
ούτε το φάρµακο ούτε το πρόσωπο που το φέρει µαζί του (www.pjoline.com). 
 
Μια άλλη βασική αρχή, της οποίας η τήρηση έχει βαρύνουσα σηµασία για την 
επεξεργασία προσωπικών δεδοµένων µε συστήµατα R.F.I.D., είναι η υποχρέωση του 
υπεύθυνου επεξεργασίας να παίρνει όλα τα κατάλληλα µέτρα για την ασφάλεια της 
επεξεργασίας. Αυτό αφορά τόσο την εξασφάλιση της φυσικής ασφάλειας (έλεγχος 
πρόσβασης στις εγκαταστάσεις του) όσο και της ασφάλειας του λογισµικού που 
χρησιµοποιείται στους διάφορους εξυπηρετητές (servers). Έτσι, στην περίπτωση 
χρήσης συστηµάτων R.F.I.D., η ασφάλεια των προσωπικών δεδοµένων πρέπει να 
είναι εξασφαλισµένη µόλις οι πληροφορίες γίνουν ονοµαστικές και αρχίσουν να 
διαβιβάζονται και να διασυνδέονται. Παρότι η αρχή της ασφάλειας των προσωπικών 
δεδοµένων, στην παραδοσιακή της µορφή, θέτει το σχετικό βάρος στους ώµους του 
υπεύθυνου επεξεργασίας (άρθρο 10 ν. 2472/1997), ειδικά στην εξεταζόµενη περί-
πτωση προτείνεται να επεκταθεί η υποχρέωση αυτή σε όλα τα εµπλεκόµενα µέρη 
(κατασκευαστές ετικετών, επιχειρήσεις που χρησιµοποιούν συστήµατα R.F.I.D., 
διαχειριστές βάσεων δεδοµένων, παρόχους υπηρεσιών ανταλλαγής δεδοµένων στο 
∆ιαδίκτυο). Με άλλα λόγια η ευθύνη για την ασφάλεια προτείνεται να βαρύνει όχι 
µόνον αυτόν που πραγµατοποιεί ή συνδράµει στην επεξεργασία, αλλά και τον παρα-
γωγό των συστηµάτων R.F.I.D., «µε µια λέξη κάθε πρόσωπο που καλείται να 
                                                           
18
  Οι αρχές αυτές προκύπτουν από το άρθρο 4 παρ. 1 ν. 2472/1997, το οποίο ακολουθεί σε γενικές 
γραµµές τις ρυθµίσεις της Οδηγίας 95/46/Ε.Κ. και της Σύµβασης 108/1981 του Συµβουλίου της 
Ευρώπης. Για τις παραπάνω αρχές βλ. Αλεξανδροπούλου-Αιγυπτιάδου, .Ε., Ζητήµατα από το ∆ίκαιο 
Πληροφορικής, ό.π., σελ. 27-28, Αρµαµέντο, Π. - Σωτηρόπουλο, Β., ό.π., σελ. 111 επ., 
Αυγουστιανάκη, Μ., Προστασία του ατόµου από την επεξεργασία προσωπικών δεδοµένων 
(Προβλήµατα και αντιµετώπιση από το ∆ίκαιο), ∆τΑ No 11/2001, σελ. 692, Ιγγλεζάκη, Ι., Ευαίσθητα 
προσωπικά δεδοµένα, ό.π., σελ. 68 επ., Μήτρου,Λ., ό.π., σελ. 21 επ. 
 
R.F.I.D. ΚΑΙ ΕΠΙΧΕΙΡΗΜΑΤΙΚΕΣ ΕΦΑΡΜΟΓΕΣ ΕΥΑ ΜΩΥΣΙΑΔΟΥ 
84 
 
εξασφαλίσει µε τον ένα ή τον άλλο τρόπο τη διατήρηση των ονοµαστικών 
πληροφοριών» (Lamy, 2003). 
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8. RFID ΣΤΑ ΠΛΑΙΣΙΑ ΧΡΗΣΗΣ ΗΛΕΚΤΡΟΝΙΚΩΝ 
∆ΙΑΒΑΤΗΡΙΩΝ 
 
 
 
Η πρώτη χώρα που αξιοποίησε τις δυνατότητες του RFID ήταν η Μαλαισία, η οποία 
εξέδωσε το 1998 διαβατήρια µε ενσωµατωµένη µια τέτοια ταυτότητα 
ραδιοσυχνοτήτων. Εκτός από τις πληροφορίες που κλασικά καταγράφονται σε ένα 
διαβατήριο, οι Μαλαισιανοί καταχώριζαν στο RFID και το ιστορικό ταξιδιών του 
φέροντος. Το 2005 ήταν η σειρά των ΗΠΑ να εκδώσουν τα δικά τους ηλεκτρονικά 
διαβατήρια και τώρα η τάση γενικεύεται, µε τον όρο «ePassport» να περιγράφει το 
νέο, διεθνώς αποδεκτό πρότυπο.  
 
Στον απόηχο της 11ης Σεπτεµβρίου , οι ΗΠΑ µπροστά, η Ευρώπη από κοντά, και ο 
υπόλοιπος κόσµος από πίσω, «δέχτηκαν», στο όνοµα «ιερών τεράτων», όπως 
«Καταπολέµηση της Τροµοκρατίας»,  «∆ιεθνές Έγκληµα», «Καταπολέµηση του 
µαύρου χρήµατος», « Έλεγχος χρηµατοδότησης διαφόρων οργανώσεων» και λοιπών 
άλλων, να αναθέσουν σε µια οργάνωση - την ICAO -  το έργο να σχεδιάσει 
διαβατήρια ανυπέρβλητης ασφαλείας, τα οποία θα επιτρέπουν τον ενδελεχή έλεγχο 
όσων µπαίνουν – βγαίνουν σε µια χώρα. Το µέτρο ξεκίνησε µε πρωτοβουλία και 
ευθύνη των ΗΠΑ αφού πρώτα πήρε χαρακτήρα Εθνικής Ασφαλείας.  
Σήµερα το νέο αυτό διαβατήριο είναι γεγονός. Περιέχει ενσωµατωµένη RFID 
τεχνολογία, και βιοµετρικά στοιχεία. Μέχρι το τέλος του 2006, 16 έθνη (ανάµεσά 
τους και η Ελλάδα) , µε πρώτη τις ΗΠΑ, επίσηµα υιοθέτησαν τις αρχές ICAO. Κατά 
το 2007, 43 έθνη ακόµη συµπεριλήφθηκαν στο σύστηµα. Τελικός στόχος, το τέλος 
του 2010, όπου και τα 189 κράτη µέλη, πρέπει να έχουν ενταχθεί. 
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8.1 ∆ιεθνής Οργανισµός Πολιτικής Αεροπορίας 
 
 
Ο ICAO, ή αλλιώς International Civil Aviation Organization, είναι 
ένας Πολυεθνικός Οργανισµός, τµήµα των Ηνωµένων Εθνών  και 
υπεύθυνος για την διεξαγωγή όλων των διεθνών πτήσεων 
(www.icao.int) . Ανέλαβε το έργο να συντάξει τις κοινές Προδιαγραφές για το νέο 
Παγκόσµιου Τύπου διαβατήριο. Οι προδιαγραφές στις οποίες κατέληξε, δεσµεύουν 
τα κράτη µέλη να συµµορφωθούν, σε ένα ελάχιστα κοινά αποδεκτό σύνολο 
πληροφοριών, π.χ. ψηφιακή φωτογραφία, όνοµα, επίθετο, εθνικότητα, ηµ/νία 
γέννησης, τόπος γέννησης, αριθµός διαβατηρίου, ηµ/νία έκδοσης διαβατηρίου, ηµ/νία 
λήξεως, τύπος διαβατηρίου, καθώς και µια ψηφιακή υπογραφή, που αποτρέπει την 
αλλαγή κάποιου εκ’ των στοιχείων). Κάθε κράτος µέλος, έχει το δικαίωµα, να 
συµπεριλάβει και άλλες πληροφορίες, τώρα, ή στο µέλλον.  
Το νέο διαβατήριο, ανεξάρτητα από το γεγονός ότι φέρει τεχνολογία RFID, αποτελεί 
στην πραγµατικότητα, το πρώτο παγκόσµιο µοντέλο, την πρώτη παγκόσµια 
προσπάθεια, µηχανογράφησης όλου του πληθυσµού της γης, µε τρόπο ενιαίο. 
Πρόνοια έχει ληφθεί, ώστε το νέο σύστηµα, προδιαγραφές, βάσεις δεδοµένων, λοιπές 
τεχνολογίες, να ανταποκριθούν σε έναν τέτοιο στόχο, και τελικά το νέο σύστηµα, να 
καταργήσει κάθε εθνικό, αντίστοιχο παλαιό.  
 
 Το νέο Παγκόσµιο Σύστηµα έκδοσης – καταγραφής – ταυτοποίησης υπηκόων, δεν 
λειτουργεί από µόνο του. Λειτουργεί παράλληλα µε την εκάστοτε κρατική 
αστυνοµική αρχή, αλλά επιτρέπει και σε Υπερ-εθνικές Υπηρεσίες όπως η Interpol, η 
Europol κ.τ.λ., την δράση πέραν των «στενών» ορίων, που έως τώρα έθεταν εθνικά 
σύνορα, συµφέροντα, νόµοι, θεσµοί, πολιτισµό, καθεστώτα. 
  
 Τα νέα διαβατήρια, αποτελούν το βασικό µοντέλο, το πρώτο βήµα σε παγκόσµιο 
επίπεδο (γι’ αυτό και επικοινωνιακά επιλέχτηκε Οργανισµός που υπάγεται στον 
ΟΗΕ). Κάθε κράτος – µέλος, έχοντας δεχτεί τις οδηγίες του ICAO, προκειµένου να 
εκδώσει νέο διαβατήριο, προχωρά πέραν από την επιφανειακή συγκοµιδή του 
συγκεκριµένου αριθµού πληροφοριών που απαιτούνται, στην δηµιουργία µιας 
παγκόσµιας βάσης δεδοµένων. 
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8.2 Βιοµετρικά διαβατήρια 
 
 
Τα βιοµετρικά στοιχεία στην γενικότητά τους, αποτελούν το καθένα ξεχωριστά, και 
όλα µαζί συνάµα, µια µοναδική ψηφιακή ηλεκτρονική υπογραφή του κάθε ανθρώπου. 
Η αρχή γίνεται µε µια ψηφιακή φωτογραφία, αλλά εθελοντικά, όπως είδαµε, κάθε 
χώρα µπορεί να προσθέσει και άλλες πληροφορίες, όπως «αποτύπωµα» ίριδας 
µατιού, ψηφιακή υπογραφή ή ακόµη και σε δείγµα DNA (όπως π.χ. κάνουν ήδη στην 
Αγγλία, για κάθε περίπτωση ανθρώπου που απασχολήσει ανοίγοντας φάκελο την 
αστυνοµία).  
 
 
Εικόνα 8.1:Το σύµβολο των βιοµετρικών διαβατηρίων. Εµφανιζόµενο υποχρεωτικά στο εξώφυλλο. 
 
Εικόνα 8.2: ∆ιαβατήρια µε βιοµετρικά στοιχεία (από αριστερά: της Ιταλίας, Πορτογαλίας, Μεγάλης 
Βρετανίας και Γερµανίας) 
 
 
8.2.1 Ορισµός 
Το βιοµετρικό διαβατήριο είναι ένα ηλεκτρονικό έγγραφο, το οποίο χρησιµοποιεί τα 
βιοµετρικά χαρακτηριστικά προκειµένου να πιστοποιήσει την ταυτότητα των 
κατόχων του. Τα βιοµετρικά χαρακτηριστικά είναι µοναδικά, µετρήσιµα, φυσικά 
γνωρίσµατα που χρησιµοποιούνται προκειµένου αναγνωριστεί η ταυτότητα ενός 
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ατόµου. Τέτοια γνωρίσµατα 
είναι µεταξύ των άλλων το 
πρόσωπο και τα δακτυλικά 
αποτυπώµατα. 
 Οι πληροφορίες 
αποθηκεύονται σε ένα 
µικροσκοπικό chip, όπως 
ακριβώς αποθηκεύονται 
διάφορες πληροφορίες στις 
έξυπνες κάρτες (smartcards). 
Το chip χρησιµοποιείτε 
επίσης, προκειµένου να 
εξασφαλιστεί η ακεραιότητα 
του διαβατηρίου καθώς και 
των βιοµετρικών δεδοµένων του. Ο συνδυασµός αυτός των βιοµετρικών 
χαρακτηριστικών έχει ως σκοπό να δηµιουργήσει ένα επίπεδο ασφάλειας και 
προστασίας ενάντια στα πλαστά και ψευδή έγγραφα ταυτοποίησης. Η αυξανόµενη 
απειλή της απάτης µε χρήση πλαστών ταξιδιωτικών εγγράφων, απαιτεί την ενίσχυση 
των χαρακτηριστικών γνωρισµάτων ασφάλειας στα διαβατήρια. Τα βιοµετρικά 
διαβατήρια πέραν του νέου σχεδιασµού διαθέτουν και πρόσθετα χαρακτηριστικά 
γνωρίσµατα ασφαλείας,  χαρακτηριστικά όπως σελίδες µε περίπλοκα 
σχέδια/αναπαραστάσεις, υδατογραφήµατα καθώς και το προαναφερόµενο chip. Η 
χρήση βιοµετρικών δεδοµένων βοηθάει στην αντιµετώπιση της απάτης και µπορεί να 
προσδιορίσει την πλαστότητα ενός εγγράφου. Στην πράξη, η βιοµετρική εξακρίβωση 
µπορεί να χρησιµοποιηθεί σε σηµεία ελέγχου (σύνορα) προκειµένου ελεγχθεί και 
εξακριβωθεί η εικόνα που εµφαίνεται επί του διαβατηρίου µε αυτή που κρατείται στο 
αρχείο της Υπηρεσίας (http://www.passport.gov.gr) . 
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8.2.2 Τεχνολογία 
 
Το microchip που τοποθετείται στα ηλεκτρονικά διαβατήρια είναι της κατηγορίας 
passive tag, δηλαδή χωρίς µπαταρία µε αποτέλεσµα η διάρκεια ζωής τους να είναι 
απεριόριστη. Ήδη, από τις αρχές της χρονιάς παράγονται τέτοιες «ετικέτες» 
διαστάσεων 0,15 Χ 0,15 mm, µε πάχος µικρότερο απ’ ότι ένα φύλλο χαρτιού, 7,5 
mm. Εκπέµπουν στην συχνότητα 13,56 ΜΗz. 
 
Ο τροφοδότης των περισσοτέρων αυτών ηλεκτρονικών ετικετών είναι η εταιρεία 
ASK, από τη γαλλική Κυανή Ακτή - τη Sophia Antipolis της Νίκαιας συγκεκριµένα. 
Πρόεδρός της και κάτοχος της σχετικής ευρεσιτεχνίας ο προφανώς ελληνικής 
καταγωγής George Kayanakis (Γιώργος Καγιαννάκης). Το προϊόν της ονοµάζεται 
SPID (Smart Paper ID) και διατίθεται µε µνήµη EEPROM των 2Kbytes - 72Kbytes, 
µε υποστήριξη των πρωτοκόλλων κρυπτογράφησης ΡΚΙ, DES, DES3 και RSA. 
Πληροφοριακά, η ίδια εταιρεία προµηθεύει και το ελληνικό κράτος µε τα RFID των 
νέων διαβατηρίων µας, µε µνήµη των 72 Kbytes. Microchip  από πολυµερές υλικό, 
όπως απαιτείται για τα βιοµετρικά διαβατήρια, παράγονται επίσης και  από άλλες 
ευρωπαϊκές εταιρείες, όπως η ολλανδική Philips και η γερµανική   PolyC.  
 
Σ’ ένα σηµείο ελέγχου, λοιπόν, π.χ. έλεγχος διαβατηρίων, όπου το σύστηµα έχει τους 
αισθητήρες του, κάµερες, RFID scanners, και λοιποί ανιχνευτές, ένας «σηµαδεµένος» 
τεχνολογικά (tagged) άνθρωπος, περνάει το σηµείο ελέγχου. Ο ποµπός/δέκτης RFID 
αναφέρει το «νούµερό» του, πληροφορία που διαβιβάζεται στον κάποιον κεντρικό 
υπολογιστή, ο οποίος ανακαλεί από την µνήµη του, τις πληροφορίες σχετιζόµενες για 
τον συγκεκριµένο Μοναδικό Αριθµό. Παράλληλα, και µε αυτόµατο τρόπο, το 
λογισµικό ελέγχου της κάµερας CCTV, έχει επικεντρωθεί στο πρόσωπο, αιχµαλωτίζει 
την στιγµή, και αποθηκεύει την φωτογραφία. Η ψηφιακή φωτογραφία που προκύπτει 
από την βάση δεδοµένων, συγκρίνεται βιοµετρικά, µε αυτήν της CCTV. Την ίδια 
στιγµή το Σύστηµα ελέγχει αν υπάρχουν τυχόν ειδοποιήσεις – αναφορές (flags) για το 
συγκεκριµένο άτοµο, π.χ. λιποτάκτης, φυγόδικος, ύποπτος τροµοκρατίας, κλπ.  Το 
συγκεκριµένο παράδειγµα, αποτελεί την απλούστερη µορφή, ελέγχου, και ήδη 
εφαρµόζεται στις ηµέρες µας (µε κάποιες αποκλίσεις).  
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8.2.3 Ασφάλεια βιοµετρικού διαβατηρίου 
 
Το αποθηκευµένα δεδοµένα που βρίσκονται στο chip, προστατεύονται µε τη χρήση 
προηγµένων ψηφιακών τεχνικών κρυπτογράφησης. Πώς προστατεύεται ένα 
βιοµετρικό διαβατήριο; Η ασφάλεια επιτυγχάνετε µέσω τριών (3) επιπέδων 
ασφαλείας (Juels, Molnar, Wagner, 2005): 
• Μέσω ψηφιακής υπογραφής η οποία πιστοποιεί αφενός ότι τα 
κωδικοποιηµένα στοιχεία είναι γνήσια και αφετέρου την χώρα που έχει εκδόσει 
το διαβατήριο. 
• Προστασία ενάντια οποιασδήποτε αναρµόδιας ανάγνωσης ("skimming") µέσω 
του βασικού ελέγχου πρόσβασης (Basic Access Control), ένα ασφαλές 
πρωτόκολλο πρόσβασης. 
• Τα δεδοµένα κλειδώνονται κάνοντας χρήση Υποδοµής ∆ηµοσίου Κλειδιού 
(PKI), το οποίο παρέχει προστασία κατά οποιασδήποτε τροποποίησης 
κωδικοποιηµένων δεδοµένων. Το PKI είναι η τεχνολογία ψηφιακής 
κρυπτογράφησης, η οποία επιτρέπει την επικύρωση των δεδοµένων ως προς την 
γνησιότητα τους και εµφανίζει οποιαδήποτε αλλαγή - προσθήκη ή διαγραφή στο 
chip του διαβατηρίου. Παίζει τον πιο βασικό ρόλο στη χρήση των νέων 
βιοµετρικών διαβατηρίων. Είναι ένας συνδυασµός λογισµικού, τεχνολογιών 
κρυπτογράφησης και υπηρεσιών ο οποίος θα καθιστά δυνατή τη δηµιουργία µιας 
ασφαλούς υποδοµής διαδικτυακών επικοινωνιών. Με τον τρόπο αυτόν οι 
εξουσιοδοτηµένοι χρήστες- που στην προκειµένη περίπτωση είναι τα κράτη-µέλη-  
µπορούν να «ξεκλειδώνουν» τα δεδοµένα του εγγράφου καθιστώντας έτσι δυνατή 
την επικύρωση των ψηφιακών στοιχείων ως προς τη γνησιότητά τους, ενώ 
παράλληλα εµφανίζει οποιαδήποτε τροποποίηση έχουν υποστεί. Για την 
ενεργοποίηση και την εφαρµογή του συγκεκριµένου συστήµατος χρειάζονται 
ειδικοί κωδικοί, οι οποίοι για λόγους ασφαλείας αλλάζουν κατά διαστήµατα. 
Πρόκειται για ένα σύστηµα υποδοµής το οποίο µοιράζεται σε όλες τις χώρες που 
εκδίδουν βιοµετρικά διαβατήρια. Εφαρµόζοντάς το στα ηλεκτρονικά συστήµατα 
και στους ειδικούς ψηφιακούς αναγνώστες (readers), οι αρµόδιες αρχές θα είναι 
σε θέση να γνωρίζουν αν το συγκεκριµένο διαβατήριο που ελέγχουν έχει 
πραγµατικά εκδοθεί στη χώρα που αναγράφεται σε αυτό και δεν είναι πλαστό.  
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8.2.3.1 Το πείραµα των «Times» (Βένιου, 2008)  
 
Στις αρχές Αυγούστου η βρετανική εφηµερίδα «Τhe Τimes» προκειµένου να εξετάσει 
τα µέτρα ασφαλείας των νέων διαβατηρίων πραγµατοποίησε ένα πρωτότυπο πείραµα: 
επιστρατεύοντας τον ολλανδό ερευνητή συστηµάτων ασφαλείας του Πανεπιστηµίου 
του Άµστερνταµ κ. Γερούν φαν Μπικ κατάφεραν να σπάσουν τους κωδικούς-
«φρούριο» και να αλλάξουν βασικά στοιχεία όπως η φωτογραφία του κατόχου. 
Μάλιστα σε διαβατήριο που ανήκε σε ένα αγοράκι ο ειδικός κατάφερε να αφαιρέσει 
την ψηφιακή φωτογραφία του και στη θέση της να βάλει εκείνη του Οσάµα µπιν 
Λάντεν, ενώ σε ένα άλλο που ανήκε σε µια 36χρονη γυναίκα «ανέβασε» το πορτρέτο 
του Χίµπα Νταργκµέ , ενός παλαιστινίου βοµβιστή αυτοκτονίας. 
 
Ο κ. Φαν Μπικ εργαζόταν πάνω σε ένα λογισµικό που επιτρέπει την κλωνοποίηση 
των eΡassports. O Ανταµ Λόρι, ένας βρετανός ειδικός στην τεχνολογία ταυτοποίησης 
µέσω ραδιοσυχνοτήτων (RFΙD), γνωρίζοντας το αυτό  τον έφερε σε επαφή µε τον  
δηµοσιογράφο της βρετανικής εφηµερίδας, ο οποίος ενδιαφερόταν να διεξάγει το 
σχετικό πείραµα. Ο δηµοσιογράφος Στιβ Μπόγκαν επισκέφθηκε τον κ. Φαν Μπικ 
όταν το µεγαλύτερο µέρος του λογισµικού του ήταν έτοιµο. 
 
Ο Μπόγκαν είχε µαζί του δύο βρετανικά διαβατήρια για να τσεκάρει το σύστηµα που 
έφεραν. Ήταν κάτι το οποίο δεν είχε επιχειρήσει ο κ. Φαν Μπικ  προηγουµένως. Ως 
τότε είχε δοκιµάσει µόνο τα µικροτσίπ των ολλανδικών διαβατηρίων. Ήταν η πρώτη 
φορά λοιπόν που θα προσπαθούσε ο κ. Φαν Μπικ  να «σπάσει» ένα βρετανικό 
διαβατήριο. 
 
Τα «εργαλεία» που απαιτούνται για το σπάσιµο των περιβόητων δικλίδων ασφαλείας 
είναι απλά και το κόστος τους είναι αρκετά χαµηλό. Ακόµη και η όλη διαδικασία δεν 
χρειάζεται κάποια ιδιαίτερη εξειδίκευση στο αντικείµενο. Σε πρώτη φάση ο 
ενδιαφερόµενος θα πρέπει να αγοράσει έναν αναγνώστη RFΙD, κενά µικροτσίπ της 
ίδιας τεχνολογίας και να φορτώσει ένα ελεύθερο περιβάλλον προγραµµατισµού. Στη 
συνέχεια θα πρέπει να φτιάξει ένα λογισµικό για τα κενά µικροτσίπ,  οποία 
λειτουργούν όπως ακριβώς και τα πραγµατικά µικροτσίπ των διαβατηρίων. Με τη 
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βοήθεια του αναγνώστη µπορεί να διαβάσει τα δεδοµένα που βρίσκονται 
αποθηκευµένα στο πραγµατικό µικροτσίπ και να τα αντιγράψει στο κενό τσιπάκι. 
Έτσι επιτυγχάνεται η 100% αντιγραφή των δεδοµένων. 
 
Με τον τρόπο αυτόν µπορεί κάποιος να παρέµβει στα πραγµατικά στοιχεία και να τα 
αλλάξει. Ωστόσο θα πρέπει να τα αντιγράψει στο κενό τσιπάκι και στη συνέχεια να 
εξετάσει κατά πόσο τα «πλαστά» µικροτσίπ περνούν µε επιτυχία τα τεστ εξοπλισµού 
και εκείνο της αναφοράς εφαρµογής το οποίο ονοµάζεται Golden Reader Τool (GRΤ) 
και έχει τη δυνατότητα να αναγνωρίζει λάθη και πλαστά στοιχεία, όπως π.χ. η 
γνησιότητα της υπογραφής. Επιπλέον ο ενδιαφερόµενος θα πρέπει να είναι σίγουρος 
ότι ο ∆ιεθνής Οργανισµός Πολιτικής Αεροπορίας δεν έχει προχωρήσει σε αλλαγές 
του συστήµατος. 
 
Ο ολλανδός ειδικός κατάφερε ακόµη να δηµιουργήσει επιπλέον λογισµικό το οποίο 
επιτρέπει στα «καλά φυλασσόµενα» πλαστά τσιπάκια, όπως τα χαρακτηρίζει ο ίδιος, 
να διαφεύγουν τον έλεγχο ενεργούς πιστοποίησης και να γίνονται δεκτά από το τεστ 
GRΤ. 
 
Ο µόνος τρόπος για να εντοπίσει κανείς τα πλαστά τσιπάκια είναι µέσω της 
εξακρίβωσης της γνησιότητας της πηγής της ηλεκτρονικής υπογραφής του 
διαβατηρίου. Και, σύµφωνα µε τον ∆ιεθνή Οργανισµό Πολιτικής Αεροπορίας, λίγες 
µόνο χώρες πραγµατοποιούν τη συγκεκριµένη εξακρίβωση αυτόµατα. Στις υπόλοιπες 
κάτι τέτοιο γίνεται είτε µε τον συµβατικό «χειροκίνητο» τρόπο, αντιµετωπίζοντας 
έτσι αυξηµένες πιθανότητες λάθους. 
 
Σύµφωνα µε επίσηµα στοιχεία του ∆ΟΠΑ, ως τον Μάιο του 2008 µόνο εννέα κράτη 
διέθεταν το ειδικό σύστηµα (Ρublic Κey Directory, ΡΚD) για την εφαρµογή της 
Υποδοµής ∆ηµόσιου Κλειδιού. Αυτές είναι η Αυστραλία, ο Καναδάς, η Γερµανία,η 
Γαλλία, η Ιαπωνία, η Νέα Ζηλανδία, η ∆ηµοκρατία της Κορέας,  Σιγκαπούρη, η 
Βρετανία και οι ΗΠΑ.  
 
Επηρεασµένοι από ταινίες επιστηµονικής φαντασίας, οι περισσότεροι από εµάς 
τείνουµε να πιστεύουµε ότι η διαδικασία πλαστογράφησης αποτελεί πραγµατικό 
εγχείρηµα και απαιτεί πολύ εξειδικευµένες γνώσεις. «Ο καθένας που διαθέτει γνώσεις 
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ηλεκτρονικού υπολογιστή µπορεί να το κάνει µέσα σε διάστηµα λίγων µόλις λεπτών» 
ισχυρίζεται ο ερευνητής. Μάλιστα µέσα από την ιστοσελίδα του εξηγεί βήµα προς 
βήµα τη µέθοδο που χρησιµοποίησε ο ίδιος. 
 
«Η ανάπτυξη και η διεξοδική εξέταση όλων των βηµάτων µού πήρε περίπου δύο-
τρεις εβδοµάδες. Ωστόσο κατά τη χρονική περίοδο στην οποία πραγµατοποιήθηκε το 
τεστ των «Τimes» µε την απλή εφαρµογή των µη αυτοµατοποιηµένων βηµάτων για 
τη δηµιουργία ψευδών δεδοµένων χρειάστηκα περίπου µία ώρα» περιγράφει. «∆εν 
λέω ότι οι τροµοκράτες θα µπορούσαν άµεσα να προχωρήσουν σε κάτι τέτοιο. 
Ωστόσο πρόκειται για ανησυχίες γύρω από την ασφάλεια οι οποίες πρέπει να 
εκφράζονται πιο ανοιχτά» τονίζει ο ειδικός. 
Πρώτος ήταν ο τεχνικός διευθυντής της γερµανικής συµβουλευτικής εταιρείας 
ασφαλείας DN-Systems Enterprise Internet Solutions Λούκας Γκρούνβαλντ 
(Lukas Grunwald). Υστερα από δύο εβδοµάδες πειραµατισµών και 
χρησιµοποιώντας έναν απλό σαρωτή χειρός σουπερµάρκετ, µία κεραία των 200 
δολαρίων, τον φορητό υπολογιστή του, ένα πρόγραµµα σάρωσης RFID των 
αµερικανών συνοροφυλάκων και ένα δικό του προγραµµατάκι αντιγραφής, 
κατόρθωσε να «πλαστογραφήσει ηλεκτρονικά» ένα από τα νέα διαβατήρια. 
 
8.2.4 Αρχή Προστασίας ∆εδοµένων Προσωπικού Χαρακτήρα και βιοµετρικά 
διαβατήρια 
 
Το άρθρο 29 της Οδηγίας 95/46/ΕΚ για την προστασία των προσωπικών δεδοµένων 
προβλέπει την ίδρυση Οµάδας Εργασίας η οποία απαρτίζεται από αντιπροσώπους 
των εθνικών Αρχών Προστασίας ∆εδοµένων των κρατών-µελών της Ευρωπαϊκής 
Ένωσης (www.dataprotection.gov.cy). Η Οµάδα αυτή, ονοµαζόµενη «Οµάδα 
Εργασίας του Άρθρου 29», έχει αποστολή :  - Να δίνει γνωµατεύσεις αναφορικά µε 
το επίπεδο προστασίας δεδοµένων σε τρίτες χώρες, 
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                - Να συµβουλεύει την Ευρωπαϊκή Επιτροπή για κάθε πρόταση της που 
επηρεάζει τα δικαιώµατα και τις ελευθερίες των ατόµων  τα οποία σχετίζονται µε 
επεξεργασία προσωπικών δεδοµένων, 
                 - Να εκδίδει συστάσεις για κάθε θέµα που αφορά την προστασία των 
προσώπων έναντι της επεξεργασίας προσωπικών δεδοµένων. 
 
Κατά τη διάρκεια του υπό αναφορά έτους η Οµάδα συζήτησε διάφορα θέµατα που 
αφορούσαν εξελίξεις στον τοµέα της επεξεργασίας προσωπικών δεδοµένων που 
έχρηζαν κοινής αντιµετώπισης από όλα τα Κράτη-µέλη και σε αρκετές περιπτώσεις 
εξέδωσε Γνωµοδοτήσεις και άλλα Έγγραφα. 
 
Την Οµάδα απασχόλησε το θέµα της πρότασης για την υιοθέτηση Οδηγίας για τη 
διατήρηση δεδοµένων που παράγονται ή υποβάλλονται σε επεξεργασία σε 
συνάρτηση µε την παροχή υπηρεσιών ηλεκτρονικών επικοινωνιών διαθέσιµων στο 
κοινό ή δηµοσίων δικτύων επικοινωνιών για να διασφαλιστεί ότι τα δεδοµένα είναι 
διαθέσιµα για σκοπούς διερεύνησης, διακρίβωσης και δίωξης σοβαρών αδικηµάτων. 
 
Το µέτρο κρίθηκε αναγκαίο για σκοπούς πάταξης της τροµοκρατίας και άλλων 
σοβαρών εγκληµάτων. Το θέµα αυτό ήταν αντικείµενο εκτεταµένης συζήτησης λόγω 
των συνεπειών που θα έχει για όλους τους Ευρωπαίους πολίτες στην ιδιωτική τους 
ζωή. Επίσης η Οµάδα ασχολήθηκε/µελέτησε τις προτάσεις για ανταλλαγή 
πληροφοριών µεταξύ των διωκτικών αρχών των κρατών-µελών σύµφωνα µε την 
αρχή της διαθεσιµότητας (principle of availability) όπως αυτή εκφράζεται στο 
Πρόγραµµα της Χάγης, καθώς και µε ο γενικότερο θέµα της προστασίας των 
προσωπικών δεδοµένων στον Τρίτο Πυλώνα, δεδοµένου ότι η βασική Οδηγία 
95/46/ΕΚ για την προστασία των προσωπικών δεδοµένων δεν εφαρµόζεται σε 
δραστηριότητες στον τοµέα του ποινικού δικαίου. 
 
Τα έγγραφα τα οποία υιοθέτησε η Οµάδα κατά το 2005 είναι τα ακόλουθα:  
1. Γνωµοδότηση αναφορικά µε τη έναρξη επεξεργασίας και λειτουργίας του 
Συστήµατος Πληροφοριών Σένγκεν ΙΙ (ΣΠΣ ΙΙ) και για την νοµιµότητα πρόσβασης 
στο σύστηµα αυτό από τα Τµήµατα Οδικών Μεταφορών των εκάστοτε κρατών-
µελών. 
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2. Γνωµοδότηση για την χρήση των δεδοµένων κίνησης µε σκοπό την παροχή 
αναβαθµισµένων υπηρεσιών. 
3. Έγγραφο για την κοινή ερµηνεία του άρθρου 26(1) της Οδηγίας 95/46/ΕΚ 
αναφορικά µε τη διαβίβαση δεδοµένων σε τρίτες χώρες. 
4.  Γνωµοδότηση σχετικά µε την διατήρηση δεδοµένων από τους παροχείς υπηρεσιών 
ηλεκτρονικών διαθέσιµων στο κοινό. 
5.  Γνωµοδότηση αναφορικά µε την εφαρµογή του Κανονισµού για το επίπεδο των 
µέτρων ασφαλείας και των βιοµετρικών δεδοµένων στα διαβατήρια και άλλα 
ταξιδιωτικά έγγραφα που εκδίδονται από τα κράτη-µέλη. 
6.  Αποτελέσµατα της δηµόσιας ακρόασης της Οµάδας Εργασίας του άρθρου 29 για 
θέµατα που άπτονται της προστασίας των προσωπικών διδοµένων αναφορικά µε την 
τεχνολογία RFID. 
7.  Γνωµοδότηση σχετικά µε το Σύστηµα Πληροφοριών για Βίζες (VIS) και µε την 
ανταλλαγή πληροφοριών µµεταξύ κρατών-µελών για τις βίζες µικρής διαρκείας. 
8.  Έγγραφο που καθιερώνει τη τυποποιηµένη αίτηση για έγκριση των ∆εσµευτικών 
Εταιρικών Κανονισµών για τη διαβίβαση προσωπικών δεδοµένων σε τρίτες χώρες. 
9.  Έγγραφο για θέµατα που άπτονται της προστασίας των προσωπικών δεδοµένων 
και αφορούν τα δικαιώµατα πνευµατικής ιδιοκτησίας. 
10. Γνωµοδότηση για τον βαθµό προστασίας των προσωπικών δεδοµένων που 
εξασφαλίζεται ο Καναδάς αναφορικά µε τα προσωπικά δεδοµένα των επιβατών που 
συλλέγονται από τις αεροπορικές εταιρείες. 
 
Στις 26/10/2007 πραγµατοποιήθηκε στο Μόντρεαλ  του Καναδά το 29ο ∆ιεθνές 
Συνέδριο Επιτρόπων Προστασίας Προσωπικών ∆εδοµένων στο οποίο 
εκπροσωπήθηκαν Αρχές Προστασίας Προσωπικών ∆εδοµένων από όλο τον κόσµο (η 
Ελλάδα εκπροσωπήθηκε από την Επίτροπο Προστασίας ∆εδοµένων Προσωπικού 
Χαρακτήρα κα Γούλλα Φράγκου) καθώς και παρατηρητές που εκπροσωπούσαν 
χώρες οι οποίες δεν έχουν γίνει ακόµα αποδεκτές από το Συνέδριο ως χώρες που 
διαθέτουν την απαραίτητη νοµοθετική και διοικητική δοµή για την προστασία των 
προσωπικών δεδοµένων.  Συµµετείχαν επίσης µερικοί από τους πιο διακεκριµένους 
εµπειρογνώµονες σε θέµατα προστασίας προσωπικών δεδοµένων και συζητήθηκαν 
µέθοδοι και διαδικασίες για την προστασία των προσωπικών δεδοµένων αλλά και 
ενδυνάµωση των δικαιωµάτων της ιδιωτικής ζωής όλων των ατόµων. 
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 Στο Συνέδριο, συζητήθηκαν µεταξύ άλλων θέµατα που αφορούσαν τη δηµόσια 
ασφάλεια και παγκοσµιοποίηση, παγκοσµιοποίηση και διασυνοριακή ροή 
προσωπικών δεδοµένων, ιδιωτική ζωή και ανθρώπινα δικαιώµατα, νοµοθετικό 
πλαίσιο και τεχνολογία, τεχνολογία RFID, νανοτεχνολογία και ιδιωτική ζωή, δηµόσια 
ασφάλεια και εγκλήµατα ∆ιαδικτύου.  
 
Στο Συνέδριο παρέστη επίσης και µίλησε για την πολιτική των ΗΠΑ αναφορικά µε 
την πρόσβαση και χρήση των προσωπικών δεδοµένων των επιβατών ο κος Michael 
Chertoff, γραµµατέας τµήµατος Εθνικής Ασφάλειας των ΗΠΑ.  
Οι Αρχές Προστασίας Προσωπικών ∆εδοµένων ζήτησαν την υιοθέτηση διεθνών 
προτύπων για τη χρήση και κοινοποίηση προσωπικών πληροφοριών των επιβατών 
που συλλέγουν οι αεροπορικές εταιρείες/ταξιδιωτικά γραφεία. Η Επίτροπος 
Προστασίας Προσωπικών ∆εδοµένων του Καναδά κα Jennifer Stoddart, ανέφερε τα 
εξής: «Η ίδια η φύση των διεθνών ταξιδιών εγγυάται /δικαιολογεί µία διεθνή 
προσέγγιση µε την υιοθέτηση προτύπων τα οποία να διασφαλίζουν τα δεδοµένα των 
επιβατών. Η διαβίβαση προσωπικών πληροφοριών ανάµεσα στα ταξιδιωτικά 
γραφεία, αεροπορικές εταιρείες και ηµεδαπές και ξένες κυβερνήσεις προκαλεί 
/καθιστά µία διαρκή απειλή για την προστασία της ιδιωτικής ζωής των επιβατών». 
Οι ΑΠΠ∆ αποφάσισαν ότι µία λύση σε παγκόσµιο επίπεδο θα µπορεί να επιτευχθεί 
µόνο µε τη συνεργασία των αεροπορικών εταιρειών, διωκτικών αρχών, διεθνών 
οργανισµών, οργανώσεων αστικών ελευθεριών και προστασίας προσωπικών 
δεδοµένων, καθώς επίσης και εµπειρογνωµόνων για την προστασία προσωπικών 
δεδοµένων. Έχουν επίσης υιοθετήσει δύο ψηφίσµατα: ένα για βελτίωση της διεθνούς 
συνεργασίας και το δεύτερο για αξιοποίηση της υφιστάµενης εργασίας για την 
κατάρτιση κοινών /διεθνών προτύπων προστασίας της ιδιωτικής ζωής στον τοµέα της 
τεχνολογίας της πληροφορικής.  Το δεύτερο αυτό ψήφισµα καλεί τις ΑΠΠ∆ σε 
περισσότερο ενεργό ανάµειξη στον Οργανισµό ∆ιεθνών Προτύπων κατά την 
κατάρτιση παγκοσµίως αποδεκτών διεθνών προτύπων προστασίας της ιδιωτικής ζωής 
στον τοµέα της τεχνολογίας της πληροφορικής. Στο ψήφισµα σχετικά µε τη ∆ιεθνή 
Συνεργασία αναγνωρίζονται οι προκλήσεις εξαιτίας των διαφορετικών προσεγγίσεων 
όσον αφορά την προστασία των προσωπικών δεδοµένων και την ενίσχυση των 
δικαιωµάτων της προστασίας της ιδιωτικής ζωής και καλούνται οι ΑΠΠ∆ όπως 
συνεχίσουν να συνεργάζονται µε σκοπό την ενδυνάµωση του θεσµού της προστασίας 
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των προσωπικών δεδοµένων σε παγκόσµιο επίπεδο 
(http://www.privacyconference2007.gc.ca/Terra_Incognita_home_E.html). 
 
Σε µια παγκόσµια κοινωνία όπου το ηλεκτρονικό έγκληµα βρίσκεται σε άνθηση θα 
µπορέσουµε άραγε ποτέ να νιώσουµε απόλυτη ασφάλεια κλείνοντας τα ευαίσθητα 
προσωπικά µας δεδοµένα σε ένα τσιπάκι το οποίο ενδεχοµένως να γινόταν βορά στα 
αδηφάγα πλήκτρα των δεξιοτεχνών στους ηλεκτρονικούς υπολογιστές; Το σίγουρο 
είναι ότι το κύµα ψηφιακού εκσυγχρονισµού θα απλοποιήσει κατά πολύ την 
καθηµερινότητά µας, απλοποιώντας τις µετακινήσεις µας σε ξένες χώρες και 
µεταµορφώνοντας άλλοτε χρονοβόρες διεργασίες σε αστραπιαίες διαδικασίες. Το 
θέµα είναι να υιοθετηθούν εις βάθος όλα τα απαιτούµενα µέτρα και συστήµατα τα 
οποία πέρα από την ασφάλεια θα εγγυώνται τη σωστή λειτουργία του τεχνολογικά 
προηγµένου ενσωµατωµένου συστήµατος. Κατά την άποψη µου τα παρακάτω µέτρα 
µπορούν να οδηγήσουν  προς αυτή την κατεύθυνση: 
 
 Ενηµέρωση – Ειδοποίηση: οι πολίτες πρέπει να ξέρουν πως και γιατί 
χρησιµοποιείται η τεχνολογία RFID καθώς επίσης ποίες πληροφορίες 
συλλέγονται και από ποιους. Θα πρέπει να χρησιµοποιούνται τυποποιηµένα 
εικονίδια τα οποία θα «προδίδουν» την ύπαρξη και την χρήση ετικετών R.F.I.D. 
 Ανοιχτά Πρότυπα:  επειδή τα R.FI.D. συστήµατα µπορούν να διαµορφωθούν µε 
ποικίλους τρόπους, είναι πολύ σηµαντικό ότι το κοινό έχει πρόσβαση στις 
πληροφορίες για τα πρότυπα σχεδίου σύµφωνα µε τα οποία αυτά 
κατασκευάζονται. Οι πληροφορίες αυτές δεν πρέπει να περιοριστούν στις 
προοριζόµενες χρήσεις τους αλλά να διευκρινιστούν και οι µέγιστες δυνατότητες 
των συστηµάτων αυτών. Οι πληροφορίες για τον κατασκευαστή του R.F.I.D. 
chip, του προµηθευτή συστήµατος δεδοµένων, κτλ. θα πρέπει να κοινοποιούνται , 
χωρίς να θίγεται η εθνική ασφάλεια, ώστε να µπορεί το ευρύ κοινό να αξιολογεί 
τις επιλογές σχεδίου και ολοκλήρωσης. 
 Επιλογή και Έλεγχος ( Συγκατάθεση): Όπου είναι δυνατόν, οι πολίτες πρέπει 
να έχουν την επιλογή να µην συµµετέχουν σε ένα πρόγραµµα που περιλαµβάνει 
τη χρήση της τεχνολογίας RFID για να καταγράψουν τις µετακινήσεις τους, 
διατηρώντας τα δικαιώµατα και τα προνόµια (αλλά ίσως χάνοντας τα οφέλη 
ευκολίας) άλλων ατόµων που συµµετέχουν σε ένα πρόγραµµα που περιλαµβάνει 
την τεχνολογία R.F.I.D. Εάν η εθνική ασφάλεια  στρέφεται ενάντια στο 
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µεµονωµένο έλεγχο, ένα τέτοιο επιχείρηµα πρέπει να δηλωθεί ρητά και η επιλογή 
να παρέχεται στο µέτρο όπου είναι δυνατό. Ίσως κάτω από τέτοιες περιστάσεις, η  
ειδοποίηση και η ενηµέρωση θα ήταν απαραίτητες 
 Ασφάλεια δεδοµένων: Για να αποφευχθούν οι υποκλοπές θα πρέπει να 
εξασφαλιστεί το γεγονός ότι µόνο οι εξουσιοδοτηµένοι αναγνώστες µπορούν να 
λάβουν τα σήµατα από τις εξουσιοδοτηµένες ετικέτες R.F.I.D. Τα στοιχεία πρέπει 
να κρυπτογραφηθούν στις ετικέτες, κατά τη µεταφορά, και στη βάση δεδοµένων. 
Πρέπει να περιοριστούν προσεκτικά τα περιβάλλοντα στα οποία 
χρησιµοποιούνται οι ταυτότητες, και να σχεδιάζονται τα  R.F.I.D. chips έτσι ώστε 
ποτέ να µην εµφανίζονται όµοια. Όπως µε οποιοδήποτε πρόγραµµα βάσης 
δεδοµένων, πρέπει να ληφθούν  όλα τα κατάλληλα µέτρα για  την ασφάλεια και 
την ακεραιότητα της βάσης δεδοµένων.  
 Αποφυγή παρεκτρέπουσας χρήσης:  Τα στοιχεία που συλλέγονται από την 
τεχνολογία R.F.I.D. πρέπει να χρησιµοποιούνται µόνο για το δηλωµένο στόχο, 
καθώς επίσης να διατηρούνται µόνο καθ' όσο είναι απαραίτητο για να επιτευχθεί 
ο αρχικός στόχος για τον οποίο συλλέχθηκαν.  
 Εκστρατεία εκπαίδευσης: η τεχνολογία RFID δεν είναι γνώριµη στο µεγαλύτερο 
µέρος του κοινού. Ο δηµόσιος και ο ιδιωτικός τοµέας επίσης στερείται της 
γνώσης για το πώς οι τεχνολογίες RFID λειτουργούν και πότε και πώς 
εφαρµόζονται καλύτερα. Κατά συνέπεια, υπάρχουν πολλοί άνθρωποι για τους 
οποίους η χρήση της τεχνολογίας RFID στα συστήµατα ταυτότητας είναι 
δυσνόητη και απρόσιτη. Οι περισσότερες από τις ανησυχίες τους θα µπορούσαν 
να επιλυθούν εύκολα µέσω της εκπαίδευσης, µε µια εκστρατεία εκπαίδευσης 
σχετικά µε τη χρήση RFID, που περιλαµβάνει γιατί είναι απαραίτητη καθώς και 
πως προστατεύονται τα δικαιώµατα τους.  
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9. ΣΥΜΠΕΡΑΣΜΑΤΑ 
 
Παρ’ όλο που η τεχνολογία RFID εµφανίζει αρκετά (προς το παρόν) µειονεκτήµατα, 
θεωρείται ένα  πραγµατικά αποδοτικό σύστηµα. Οι επιχειρήσεις όµως θα πρέπει να 
επιστήσουν την προσοχή τους σε δύο κυρίως σηµεία. Το πρώτο είναι ότι µόνο µέσω 
της χρήσης του RFID σε επίπεδο συστήµατος µπορούν να αποκοµίσουν οφέλη. 
Προκειµένου ωστόσο να καταφέρουν κάτι τέτοιο απαιτείται στενή συνεργασία 
µεταξύ επιχειρήσεων-partners του supply chain, η οποία και πρέπει να προωθηθεί 
ταχύτατα. Το δεύτερο σηµείο το οποίο πρέπει να προσέξουν είναι η αξιολόγηση και 
παρακολούθηση της εξέλιξης της τεχνολογίας RFID. Η τεχνολογία RFID όπως 
διαφηµίζεται σήµερα, δεν θα συνεχίσει να αποδίδει για πολύ ακόµη. Ειδικότερα οι 
πολυεθνικές επιχειρήσεις, που λειτουργούν σε πολλές διαφορετικές χώρες και κατά 
συνέπεια αντιµετωπίζουν διαφορετικές συνθήκες και απαιτήσεις, τότε θα πρέπει 
σίγουρα να αναζητήσουν µια λύση που θα ξεπερνά το πρόβληµα της αναγκαστικής 
χρήσης πολλαπλών συστηµάτων. Τέλος, θα πρέπει όλες οι επιχειρήσεις τόσο σε 
ευρωπαϊκό όσο και σε παγκόσµιο επίπεδο, να επαναπροσδιορίσουν τη χρήση του 
RFID, κυρίως µέσω της αξιολόγησης των πληροφοριών που συλλέγουν. Απαιτείται 
δηλαδή να εξετάσουν εάν καταχωρίζουν στο σύστηµα τις πραγµατικά απαραίτητες 
και χρήσιµες παραµέτρων που οδηγούν στις αντίστοιχες κρίσιµες πληροφορίες. Αυτό 
είναι ίσως το πιο δύσκολο κοµµάτι, καθώς πιο περισσότεροι δεν γνωρίζουν την 
διαδικασία µέσω της οποίας προκύπτουν τα δεδοµένα. 
Στο νέο επιχειρηµατικό τοπίο, οι βασικές λειτουργικές δοµές των εταιριών οφείλουν 
να προσαρµοστούν και να εξοπλιστούν κατάλληλα, ώστε να λειτουργούν 
αποτελεσµατικά και να υποστηρίζουν την επιχείρηση του σήµερα. Οι εσωτερικές 
διαδικασίες του κάθε οργανισµού µπορούν να βοηθηθούν και να βελτιστοποιηθούν 
µε την αξιοποίηση της τεχνολογίας και αφού πρώτα προσδιοριστούν οι ανάγκες και οι 
απαιτήσεις κάθε τµήµατος, έστω και αν αυτό αποτελείται από ένα άτοµο.  
Η εποχή της ανωνυµίας φαίνεται ότι βρίσκεται στο τέλος της και ότι την διαδέχεται η 
εποχή της πανταχού παρούσας τεχνολογίας. Η ταυτοποίηση µε ραδιοσυχνότητες 
είναι µια ακόµη τεχνολογία, ενταγµένη στη ραγδαία τεχνολογική ανάπτυξη της 
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εποχής µας, που από τη µια πλευρά είναι απαραίτητη για την οικονοµική πρόοδο και 
τη δηµόσια ασφάλεια, ενώ από την άλλη εγκυµονεί σοβαρούς κινδύνους για την 
ιδιωτικότητα και τα προσωπικά δεδοµένα, απειλώντας το αναφαίρετο δικαίωµα του 
κάθε ατόµου στον πληροφοριακό του αυτοκαθορισµό και αυξάνοντας τις 
δυνατότητες εποπτείας και χειραγώγησης του ως πολίτη και ως καταναλωτή. Η 
χρήση της τεχνολογίας R.F.I.D. θα βοηθήσει την ανθρωπότητα, φθάνει να γίνουν οι 
σωστές επιλογές κατά τη σχεδίαση και την ανάπτυξη της. Ο τρόπος χρήσης της 
επιβάλλεται να τεθεί σε ειδικό νοµικό πλαίσιο, µε βασικό γνώµονα ότι «τα 
συστήµατα επεξεργασίας (σ.σ. : προσωπικών δεδοµένων) υπηρετούν τον άνθρωπο». 
Όπως εκτέθηκε στην παρούσα εργασία, σε διεθνές επίπεδο έχουν αναληφθεί σχετικές 
νοµοθετικές πρωτοβουλίες, όχι όµως και στον ελληνικό χώρο. Πέρα από µια 
αντίστοιχη πρωτοβουλία του έλληνα νοµοθέτη, µια ειδική οδηγία της Αρχής 
Προστασίας Προσωπικών ∆εδοµένων για το θέµα αυτό θα ήταν ιδιαίτερα χρήσιµη. 
Επίσης, δεδοµένου ότι η εν λόγω τεχνολογία εξελίσσεται ραγδαία, σκόπιµο είναι οι 
πολίτες να επαγρυπνούν, οι επιστήµονες της πληροφορικής να χρησιµοποιούν 
τεχνικές µεθόδους -αντίδοτα στις επικίνδυνες για την ασφάλεια των προσωπικών 
δεδοµένων εφαρµογές της και οι νοµικοί να παρακολουθούν τις εξελίξεις της και να 
θέτουν συµπληρωµατικό πλαίσιο νόµιµης λειτουργίας της. Γιατί, όπως σωστά 
αναφέρεται, «το τίµηµα της ελευθερίας είναι η διαρκής εγρήγορση» (Thomas 
Jefferson). 
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ΠΑΡΑΡΤΗΜΑ – 1 
Ακολουθεί ενδεικτικός κατάλογος εταιρειών που προσφέρουν λύσεις RFID στην 
Ελλάδα. 
Β. Ι. Αλµπάνης ΑΕ (www.albanis.gr): Η εταιρεία Β. Ι. Αλµπάνης, που δίνει ιδιαίτερη 
έµφαση στο RFID, βασίζεται σε µεγάλο βαθµό στις συνεργασίες της στον 
συγκεκριµένο τοµέα, που περιλαµβάνουν δύο από τις µεγαλύτερες εταιρείες του 
χώρου διεθνώς, τη Motorola Enterprise Mobility Business (πρώην Symbol) και τη 
Zebra Technologies. 
Business Effectiveness (www.businesseffect.gr): Η Business Effect κινείται στον 
χώρο των λύσεων που αφορούν στη διαχείριση περιουσιακών στοιχείων και την 
εφοδιαστική αλυσίδα, βασιζόµενη κυρίως σε λύσεις RFID. Η εταιρεία, η οποία 
προσφέρει ολοκληρωµένες λύσεις RFID, έχει ήδη κάνει αρκετές υλοποιήσεις σε 
ελληνικές επιχειρήσεις, όπως πχ στη Diakinis. 
Control & Advanced Technologies Hellas (www.cathellas.gr): Αρκετές υλοποιήσεις 
στον χώρο του RFID έχει πραγµατοποιήσει η Control & Advanced Technologies 
Hellas, η οποία έχει αναπτύξει και την εφαρµογή RFID Store. Η εταιρεία έχει 
υλοποιήσει εφαρµογή για ταξί αλλά και για τα απορριµµατοφόρα του δήµου 
Ασπροπύργου. 
Datalex (www.datalex.gr): Η Datalex, µια από τις ελληνικές εταιρείες που δίνουν 
ιδιαίτερη έµφαση στο RFID, συνεργάζεται µε πολλούς γνωστούς κατασκευαστές 
(EMS - Escort Memory Systems, Zebra Technologies, HID κά). H Datalex βρίσκεται 
σε φάση υλοποίησης τριών έργων σε εταιρείες από τον χώρο του λιανεµπορίου. 
Mobile Technology (www.mobiletechnology.gr): Η Mobile Technology είναι µία 
από τις πρώτες πέντε εταιρείες σε ολόκληρη την Ευρώπη που έχουν πιστοποιηθεί από 
την Intermec Technologies, µιας εκ των κορυφαίων εταιρειών στο RFID παγκοσµίως. 
Στους στόχους της περιλαµβάνεται η µεγαλύτερη διείσδυση της τεχνολογίας αυτής 
στην ελληνική αγορά και στα Βαλκάνια. 
Motorola Enterprise Mobility Business (www.motorola.com): Από τους 
µεγαλύτερους "παίκτες" παγκοσµίως στον χώρο του RFID είναι η Motorola, µετά την 
εξαγορά τής Symbol Technologies. Στόχος της είναι να προσφέρει µια 
ολοκληρωµένη γκάµα προϊόντων RFID, ώστε να καλύπτει τις εξειδικευµένες ανάγκες 
των πελατών της. Η εταιρεία έχει υλοποιήσει αρκετά έργα σε RFID, µε πιο πρόσφατη 
επιτυχία το συµβόλαιο συνεργασίας µε το Υπουργείο 'Αµυνας των ΗΠΑ. 
ΝΕTWave (www.netwave.gr): Η ΝΕTWave είναι µεταξύ των εταιρειών που 
παρακολουθούν από κοντά τα δρώµενα στην ελληνική αγορά όσον αφορά στο RFID 
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και θα βασιστεί στις υπάρχουσες συνεργασίες της για να προωθήσει συγκεκριµένες 
λύσεις. 
Oracle (www.oracle.gr): 'Εµφαση στο RFID δίνει και η Oracle, η οποία διαθέτει στο 
"οπλοστάσιό" της µία εξειδικευµένη οικογένεια προϊόντων ονόµατι Sensor Based 
Services, ενώ γενικότερα διαθέτει έτοιµες λύσεις RFID που την αναδεικνύουν σε 
έναν από τους σηµαντικότερους "παίκτες" στον συγκεκριµένο χώρο. 
Orasys ID (www.orasysid.gr): Η Orasys ID είναι µια εταιρεία πληροφορικής, η 
οποία σχεδιάζει, υλοποιεί και υποστηρίζει ολοκληρωµένες λύσεις RFID και 
ταυτόχρονα παρέχει συµβουλευτικές υπηρεσίες στον τοµέα της ηλεκτρονικής 
ταυτοποίησης. 
SAP (www.sap.com/greece): Η γερµανική εταιρεία, η οποία δείχνει ιδιαίτερο 
ενδιαφέρον για τον χώρο του RFID, έχει προχωρήσει σε σηµαντικές υλοποιήσεις, 
κυρίως στο εξωτερικό. 
Sensap (www.sensap.eu): H Sensap ΑΕ ειδικεύεται στην ανάπτυξη και διανοµή 
εξοπλισµού, λογισµικού και αναλώσιµων για τις βιοµηχανίες τής εκτύπωσης και 
συσκευασίας και τις επιχειρήσεις logistics. Στο πλαίσιο αυτό, κινείται δυναµικά και 
στον χώρο των λύσεων RFID. 
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ΠΑΡΑΡΤΗΜΑ – 2 
 
Η ΙΣΤΟΡΙΑ ΤΟΥ ∆ΙΑΒΑΤΗΡΙΟΥ 
 
Οι πρώτες αναφορές για επίσηµα έγγραφα γίνονται στην εβραϊκή Βίβλο και 
χρονολογούνται την εποχή της Περσικής Αυτοκρατορίας, γύρω στο 450 π.Χ. Τότε 
πιστεύεται ότι ζητήθηκε από τον Νεεµία, αξιωµατούχο του βασιλιά Αρταξέρξη Α ∆ , 
να ταξιδέψει στην Ιουδαία. Ο βασιλιάς έγραψε λοιπόν ένα γράµµα «προς τους 
κυβερνήτες πέρα από τον ποταµό» εξασφαλίζοντάς του έτσι ασφαλές πέρασµα από 
τα βασίλεια αυτά. 
 
Ως προς την ετυµηγορία της λέξης «passport» υπάρχουν δύο βασικές εκδοχές: η 
πρώτη υποστηρίζει ότι η λέξη προέρχεται από το «pass» (περνώ) και το «port» 
(λιµάνι). Η δεύτερη πάλι και πιο επικρατούσα, αναφερόµενη στα έγγραφα που 
χρησιµοποιούνταν από τους ταξιδιώτες κατά τον Μεσαίωνα, µεταφράζει το δεύτερο 
µέρος της σύνθετης λέξης ως πύλη από το λατινικό «porte», παραπέµποντας έτσι 
στην αναγκαιότητα ενός εγγράφου που να πιστοποιεί την ταυτότητα του ταξιδιώτη 
στα τείχη µιας πόλης για τη δυνατότητα εισόδου του σε αυτήν.  
 
Η τελική µορφή της λέξης «διαβατήριο» στα ελληνικά πλάστηκε κατά τον 19ο αιώνα, 
όταν ο Αδαµάντιος Κοραής και οι ∆ιδάσκαλοι του Γένους κήρυξαν το κίνηµα 
καθαρµού της γλώσσας. Ετσι η ξενόφερτη λέξη «πασαπόρτι» από το passport 
µετατράπηκε στο σηµερινό µας διαβατήριο.  
Στα παλαιότερα διαβατήρια αναγράφονταν µόνο τα προσωπικά στοιχεία του κατόχου, 
ενώ στις αρχές του 20ού αιώνα- όταν πλέον η φωτογραφία εντάχθηκε στην 
καθηµερινότητα προστέθηκε σε αυτά και µια µικρή φωτογραφία.  
 
Στην Ευρώπη η επίσηµη διαδικασία της πιστοποίησης των προσωπικών στοιχείων 
µέσω διαβατηρίων ξεκίνησε κατά τη διάρκεια του Α’ Παγκοσµίου Πολέµου για 
λόγους ασφαλείας προκειµένου να περιορισθούν οι µετακινήσεις των κατασκόπων 
αλλά και να γίνεται ακόµη πιο ενδελεχής έλεγχος στην ταυτότητα των πολιτών και 
των ιδιοτήτων τους. Μετά το τέλος του Πολέµου ο διασυνοριακός έλεγχος 
συνεχίστηκε.  
 
Λίγα χρόνια αργότερα, έπειτα από µια σειρά συνεδριάσεων, η Κοινωνία των Εθνών 
ανακοίνωσε νέες οδηγίες ως προς τη χρήση και τον έλεγχο των διαβατηρίων.  
 
Αν και οι αξιωµατούχοι των Ηνωµένων Εθνών το 1963 αποπειράθηκαν να θέσουν 
νέες οδηγίες, κάτι τέτοιο τελικώς δεν ευοδώθηκε.  
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Τελικώς η προτυποποίηση των διαβατηρίων εφαρµόστηκε το 1980 από τον ∆ιεθνή 
Οργανισµό Πολιτικής Αεροπορίας (Ιnternational Civil Αviation Οrganization- 
ΙCΑΟ).  
 
 
Τα πρώτα βιοµετρικά στοιχεία 
Η ανθρωποµετρία δηµιουργήθηκε για πρώτη φορά από τον Γάλλο Αλφόνς 
Μπερτιγιόν το 1882. Ο ίδιος ξεκίνησε την καριέρα του ως απλός αρχειοθέτης της 
Αστυνοµίας του Παρισιού, σύντοµα όµως έκρινε ότι το σύστηµα ταυτοποίησης των 
υπόπτων που εφαρµοζόταν ως τότε ήταν ανεπαρκές.  
Έτσι αποφάσισε να φτιάξει ένα νέο πιο αξιόπιστο σύστηµα αντιστοιχίας το οποίο 
βασιζόταν στη µέτρηση µερών του σώµατος, όπως το µέγεθος της κεφαλής, του 
µήκους των άκρων και των γενικότερων διαστάσεων του σώµατος. Στη συγκεκριµένη 
µέθοδο γινόταν ακόµη αναφορά στιγµάτων που εντοπίζονταν στο σώµα, όπως ουλές, 
τατουάζ κτλ., αλλά και συγκεκριµένων χαρακτηριστικών της προσωπικότητας του 
φυσικού προσώπου.  
Σύντοµα µάλιστα η ανθρωποµετρία, γνωστή και ως µπερτιγιονάζ (bertillonage), από 
το όνοµα του επινοητή του, υιοθετήθηκε από τις βρετανικές και τις αµερικανικές 
αστυνοµικές αρχές. Ωστόσο λίγα χρόνια αργότερα το σύστηµα κρίθηκε αναξιόπιστο 
καθώς, πέρα από το γεγονός ότι οι µετρήσεις αλλοιώνονταν µε την πάροδο του 
χρόνου, υπήρχε πιθανότητα διαφοράς ως προς τον τρόπο των µετρήσεων που 
πραγµατοποιούνταν από διαφορετικά άτοµα.  
 
∆ακτυλικά αποτυπώµατα 
 
Αν και τα δακτυλικά αποτυπώµατα χρησιµοποιούνταν ήδη από την αρχαιότητα ως 
δείγµα υπογραφής, όπως µαρτυρούν αγγεία του αρχαίου ελληνικού, κινεζικού, 
αιγυπτιακού και ρωµαϊκού πολιτισµού, η επίσηµη χρήση τους για την πιστοποίηση 
της ταυτότητας του κατόχου τους από την αστυνοµία ξεκίνησε το 1892 από τον 
Χουάν Βούσετιτς, αξιωµατικό της αργεντίνικης αστυνοµίας.  
Ως τότε είχαν πραγµατοποιηθεί αρκετές µελέτες οι οποίες υπογράµµιζαν την 
αξιοπιστία τους ως προσωπικά τεκµήρια καθώς δεν επιδέχονταν αλλοιώσεις. Ετσι για 
πρώτη φορά ο Βούσετιτς κατάφερε να αποδείξει ότι η Φρανσίσκα Ροχάς, η οποία 
κατηγορούνταν για φόνο, ήταν πραγµατικά ένοχη, όπως προέκυπτε από τα δακτυλικά 
αποτυπώµατα από αίµα που είχε αφήσει στη σκηνή του εγκλήµατος.  
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