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CCNP: Traducción del inglés-Un Cisco Certified Network Professional es una 
persona en la industria de TI que ha alcanzado el nivel profesional de Certificación 
de Carrera de Cisco 
 
GNS3: Simulador gráfico de red lanzado en 2008, que te permite diseñar topologías 
de red complejas y poner en marcha simulaciones sobre ellos,  permitiendo la 
combinación de dispositivos tanto reales como virtuales. Para permitir completar 
simulaciones 
 
OSPF: Open Shortest Path First, Abrir el camino más corto primero en español, es 
un protocolo de red para encaminamiento jerárquico de pasarela interior o Interior 
Gateway Protocol, que usa el algoritmo Dijkstra, para calcular la ruta más corta entre 
dos nodos. 
 
EIGRP: El Protocolo de Enrutamiento de Puerta de enlace Interior Mejorado es un 
protocolo de encaminamiento de vector distancia, propiedad de Cisco Systems, que 
ofrece lo mejor de los algoritmos de Vector de distancias. 
 
Enrutamiento: El enrutamiento o ruteo es la función de buscar un camino entre todos 
los posibles en una red de paquetes cuyas topologías poseen una gran conectividad 
VTP: Es un Protocolo de enlace troncal VLAN. 
 
DHCP: Siglas del inglés "Dynamic Host Configuration Protocol." Protocolo Dinámico 
de Configuración del Host. Un servidor de red usa este protocolo para asignar de 
forma dinámica las direcciones IP a las diferentes computadoras de la red. 
 
Bridge: En redes de computadoras, un "bridge" (puente), conecta dos o más redes 
de área local (LAN) y WLAN entre sí. 
 
STP: spanning tree protocol es un protocolo de capa 2 que se ejecuta en bridges y 
switches. La especificación para STP es IEEE 802.1D. El propósito principal de STP 
es garantizar que usted no cree loops cuando tenga trayectorias redundantes en su 
red. 
 
Trunk: Es una configuración de canal para puertos de switch que estén en una red 
Ethernet, que posibilita que se pueda pasar varias VLAN por un único link. 
 
VLAN: Acrónimo de virtual LAN (red de área local virtual), es un método para crear 
redes lógicas independientes dentro de una misma red física. 
 
ALS: Significa access layer switches. Estos son aquellos conmutadores a través de 
los cuales se conectan nuestra PC y servidores. Esta capa también se conoce como 
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capa de escritorio. 
 
DLS: Significa distribution layer switches. Esta capa se utiliza para conectar 
conmutadores de capa 3 y enrutadores basados en LAN. Esta capa también se 
conoce como capa de grupo de trabajo. 
 
Protocolo: Descripción formal de formatos de mensaje y de reglas que dos 
computadoras deben seguir para intercambiar dichos mensajes. 
 
Interfaz: En informática, se utiliza para nombrar a la conexión funcional entre dos 
sistemas, programas, dispositivos o componentes de cualquier tipo, que 
proporcionan una comunicación de distintos niveles permitiendo el intercambio de 

















En el presente documento corresponde al Diplomado de Profundización de CISCO 
(CCNP) donde se realiza toda una verificación y validación del protocolo OSPF uno 
de los más utilizados en grandes redes, con la utilización del software de simulación 
GNS3 se han podido comprobar cada una de las configuraciones propuestas para 
este tipo de enrutamiento; igualmente el protocolo EIGRP que es más fácil de 
configurar que OSPF y que se enfoca en los algoritmos de vectores de distancia. La 
configuración de interfaz virtual Loopback que es una dirección especial que utilizan 
los dispositivos para dirigir el tráfico hacia ellos mismos. El entendimiento de lo 
anteriormente mencionado facilita la identificación, comprensión, administración, 
diseño y validación eficaz de todos los servicios de conectividad. Igualmente, en el 
segundo escenario se realiza la configuración e interconectividad entre sí de cada 
uno de los dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, etherchannels, VLANs y demás aspectos 
que forman parte del escenario propuesto el cual fu desarrollado en el software de 







In this document corresponding to the CISCO Deepening Diploma (CCNP), where 
a complete verification and validation of the OSPF protocol is carried out, one of the 
most used in large networks, with the use of the GNS3 simulation software, each of 
the proposed configurations for this type of routing; likewise the EIGRP protocol 
which is easier to configure than OSPF and which focuses on distance vector 
algorithms. The Loopback virtual interface configuration, which is a special address 
that devices use to direct traffic to themselves. Understanding the aforementioned 
facilitates the effective identification, understanding, management, design, and 
validation of connectivity services. Likewise, in the second scenario, the 
configuration and interconnectivity between each of the devices that are part of the 
scenario is carried out, in accordance with the guidelines established for IP 
addressing, etherchannels, VLANs and other aspects that are part of the proposed 
scenario which It was developed in the Packet Tracer simulation software.. 
 
 








El presente informe de avance del documento final se puede evidenciar la 
comprobación de los conocimientos recibidos durante la primera parte del 
diplomado de profundización de CISCO (CCNP) como opción de grado de la 
Universidad Nacional Abierta y a Distancia, evidenciando las habilidades para 
realizar la configuración de los protocolos de enrutamiento OSPF y EIGRP con 
escenarios de simulación como GNS3 y PACKET TRACER. 
  
Durante el desarrollo del escenario planteado para esta actividad se realizarán la 
configuración correspondiente en cada uno de los router, con las líneas de comando 
correctas con el fin de establecer los protocolos de enrutamiento indicados. El 
documento establece los ejercicios propuestos, así como cada una de las 
simulaciones realizadas con el software GNS3. El escenario permite visualizar los 
protocolos aplicados a lo largo del curso como determinación de interfaz loopback, 
protocolos OSPF y EIGRP. El entendimiento y comprensión es aplicable a las 
diferentes funciones como Ingenieros de Telecomunicaciones o Administradores de 
Red de cualquier empresa. 
 
En el segundo escenario se realizarán las configuraciones de las plataformas de 
conmutación basadas en switches, dos switches DLS (distribution layer switches) y 
dos switches ALS (access layer switches), trabajando con el software de simulación 
Packet Tracer, mediante el uso de protocolos como STP y la configuración de 
VLANs, el uso de protocolo VTP, en un escenarios de red corporativa, para 
comprender el modo de operación de las subredes y los beneficios de administrar 
dominios de broadcast independientes, en múltiples escenarios al interior de una 



















Figura 1. Escenario 1 
 
 




TABLAS DE CONFIGURACIÓN 
 
Tabla 1. Configuración de IP 
CONFIGURACIÓN IP 
R1 Interface s1/0 10.113.12.1 255.255.255.0 
R2 Interface s1/0 10.113.12.2 255.255.255.0 
Interface s1/1 10.113.13.1 255.255.255.0 
R3 Interface s1/0 10.113.13.2 255.255.255.0 
Interface s1/1 172.19.34.1 255.255.255.0 
R4 Interface s1/0 172.19.34.2 255.255.255.0 
Interface s1/1 172.19.45.1 255.255.255.0 
R5 Interface s1/0 172.19.45.2 255.255.255.0 
 
 
Tabla 2. Configuración de Loopback 
CONFIGURACIÓN LOOPBACK 
Interface loopback 10.5.2.1 255.255.252.0 
Interface loopback 10.5.4.1 255.255.252.0 
Interface loopback 10.5.8.1 255.255.252.0 
Interface loopback 10.5.12.1 255.255.252.0 
 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords 
en los routers. Configurar las interfaces con las direcciones que se 
muestran en la topología de red. 
 
Se inicia con la configuración de cada uno de los router, realizando la 
identificación de cada uno según corresponda y el direccionamiento 
teniendo en cuenta los puertos seriales de cada uno. De R1 a R3 se 
realizará la configuración de protocolo OSPF área 5. 
 
R1 
enable = “Habilitar modo exec privilegiado” 
configure terminal = “Ingreso a modo de configuración”  
hostname R1 = “Asignación de nombre al router” 
no ip domain-lookup = “Desactivar traducción de nombres” 
line console 0 = “Identificación línea específica”   
logging synchronous = “Evita los mensajes inesperados en pantalla” 
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exec-timeout 0 0 = “Desconexión de Sesión”  
exit = “Salir” 
interface se1/0 = “Configuración de interface serial” 
ip address 10.113.12.1 255.255.255.0 = “Asignación dirección ip” 
clock rate 128000 = “Configuración tiempo velocidad reloj”  
no shutdown = “Activación interfaz” 
exit = “Salir” 
router ospf 1 = “Configuración protocolo OSPF” 
router-id 1.1.1.1 = “Asignación dirección de red” 
network 10.113.12.0 255.255.255.0 área 0  
exit = “Salir” 
 
R2 
enable = “Habilitar modo exec privilegiado” 
configure terminal = “Ingreso a modo de configuración”  
hostname R2 = “Asignación de nombre al router” 
no ip domain-lookup = “Desactivar traducción de nombres” 
line console 0 = “Identificación línea específica”   
logging synchronous = “Evita los mensajes inesperados en pantalla” 
exec-timeout 0 0 = “Desconexión de Sesión”  
exit = “Salir” 
interface se1/0 = “Configuración de interface serial” 
ip address 10.113.12.2 255.255.255.0 = “Asignación dirección ip” 
no shutdown = “Activación interfaz” 
exit = “Salir” 
interface se1/1 = “Configuración de interface serial” 
ip address 10.113.13.1 255.255.255.0 = “Asignación dirección ip” 
no shutdown = “Activación interfaz” 
 
exit = “Salir” 
router ospf 1 = “Configuración protocolo OSPF” 
router-id 2.2.2.2 = “Asignación dirección de red” 
network 10.113.12.0 255.255.255.0 área 0 
network 10.113.13.0 255.255.255.0 área 0  
exit = “Salir” 
 
R3 
enable = “Habilitar modo exec privilegiado” 
configure terminal = “Ingreso a modo de configuración”  
hostname R3 = “Asignación de nombre al router” 
no ip domain-lookup = “Desactivar traducción de nombres” 
line console 0 = “Identificación línea específica”   
logging synchronous = “Evita los mensajes inesperados en pantalla” 
exec-timeout 0 0 = “Desconexión de Sesión”  
exit = “Salir” 
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interface se1/0 = “Configuración de interface serial” 
ip address 10.113.13.2 255.255.255.0 = “Asignación dirección ip” 
clock rate 128000 = “Configuración tiempo velocidad reloj”  
no shutdown = “Activación interfaz” 
bandwidth 128 = “Ejecución ancho de banda” 
exit = “Salir” 
interface se1/1 = “Configuración de interface serial” 
ip address 172.19.34.1 255.255.255.0 = “Asignación dirección ip” 
no shutdown = “Activación interfaz” 
exit = “Salir” 
router ospf 1 = “Configuración protocolo OSPF” 
router-id 3.3.3.3 = “Asignación dirección de red” 
network 10.113.13.0 255.255.255.0 área 0 
exit = “Salir” 
 
Se debe tener en cuenta que a partir de la configuración del router 4, se 
aplicara protocolo EIGRP AS 15 como lo indica el primer escenario. 
 
R4 
enable = “Habilitar modo exec privilegiado” 
configure terminal = “Ingreso a modo de configuración”  
hostname R2 = “Asignación de nombre al router” 
no ip domain-lookup = “Desactivar traducción de nombres” 
line console 0 = “Identificación línea específica”   
logging synchronous = “Evita los mensajes inesperados en pantalla” 
exec-timeout 0 0 = “Desconexión de Sesión”  
exit = “Salir” 
interface se1/0 = “Configuración de interface serial” 
ip address 172.19.34.2 255.255.255.0 = “Asignación dirección ip” 
no shutdown = “Activación interfaz” 
exit = “Salir” 
interface se1/1 = “Configuración de interface serial” 
ip address 172.29.45.1 255.255.255.0 = “Asignación dirección ip” 
no shutdown = “Activación interfaz” 
exit = “Salir” 
router eigrp 10 = “Configuración protocolo EIGRP” 
router-id 4.4.4.4 = “Asignación dirección de red” 
network 172.19.34.0 255.255.255.0 área 0 
network 172.19.45.0 255.255.255.0 área 0  
exit = “Salir” 
 
R5 
enable = “Habilitar modo exec privilegiado” 
configure terminal = “Ingreso a modo de configuración”  
hostname R5 = “Asignación de nombre al router” 
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no ip domain-lookup = “Desactivar traducción de nombres” 
line console 0 = “Identificación línea específica”   
logging synchronous = “Evita los mensajes inesperados en pantalla” 
exec-timeout 0 0 = “Desconexión de Sesión”  
exit = “Salir” 
interface se1/0 = “Configuración de interface serial” 
ip address 172.19.45.2 255.255.255.0 = “Asignación dirección ip” 
clock rate 128000 = “Configuración tiempo velocidad reloj”  
bandwidth 128 = “Ejecución ancho de banda” 
no shutdown = “Activación interfaz” 
exit = “Salir” 
router eigrp 10 = “Configuración protocolo OSPF” 
router-id 5.5.5.5 = “Asignación dirección de red” 
network 172.19.45.0 255.255.255.0 área 0  
exit = “Salir” 
 
 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 10.1.0.0/22 y configure esas interfaces para participar en el 
área 5 de OSPF. 
 
Se realiza la creación de las interfaces loopback con 4 direcciones tal como 
se evidencia en la línea de comandos sobre el protocolo OSPF 
 
R1 
enable = “Habilitar modo exec privilegiado” 
configure terminal = “Ingreso a modo de configuración” 
interface loopback 2 = “Configuración interfaz loopback 2” 
ip address 10.1.2.1 255.255.252.0 = “Asignación dirección ip” 
ip ospf 1 area 0 = “Distribución ruta por OSPF” 
exit = “Salir” 
interface loopback 4 = “Configuración interfaz loopback 4” 
ip address 10.1.4.1 255.255.252.0 = “Asignación dirección ip” 
ip ospf 1 area 0 = “Distribución ruta por OSPF” 
exit = “Salir” 
interface loopback 8 = “Configuración interfaz loopback 8” 
ip address 10.1.8.1 255.255.252.0 = “Asignación dirección ip” 
ip ospf 1 area 0 = “Distribución ruta por OSPF” 
exit = “Salir” 
interface loopback 12 = “Configuración interfaz loopback 12” 
ip address 10.1.12.1 255.255.252.0 “Asignación dirección ip” 
ip ospf 1 area 0 = “Distribución ruta por OSPF” 




Figura 3. Comando show ip ospf interface brief en R1 
 
 
El comando “show ip ospf interface brief” nos permite evidenciar que las 
interfaces por OSPF (loopback) quedaron correctamente configuradas 
 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 172.5.0.0/22 y configure esas interfaces para participar en 
el Sistema Autónomo EIGRP 15. 
 
Se realiza la creación de las interfaces loopback con 4 direcciones tal como 
se evidencia en la línea de comandos sobre el protocolo EIGRP 15. 
R5 
enable = “Habilitar modo exec privilegiado” 
configure terminal = “Ingreso a modo de configuración” 
interface loopback 2 = “Configuración interfaz loopback 2” 
ip address 10.5.2.1 255.255.252.0 = “Asignación dirección ip” 
exit = “Salir” 
interface loopback 4 = “Configuración interfaz loopback 4” 
ip address 10.5.4.1 255.255.252.0 = “Asignación dirección ip” 
exit “Salir” 
interface loopback 8 “Configuración interfaz loopback 8” 
ip address 10.5.8.1 255.255.252.0 = “Asignación dirección ip” 
exit = “Salir” 
interface loopback 12 = “Configuración interfaz loopback 12” 
ip address 10.5.12.1 255.255.252.0 = “Asignación dirección ip” 
exit = “Salir” 
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Figura 4. Comando show ip interface brief en R5 
 
 
El comando “show ip interface brief” nos permite evidenciar que las 
interfaces por EIGRP 10 (loopback) quedaron correctamente configuradas. 
 
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
Se realiza la verificación encontrando el aprendizaje de las redes indicadas 
y configuradas. 
 




5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo 
de 50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho 
de banda T1 y 20,000 microsegundos de retardo. 
 
R3 
enable = “Habilitar modo exec privilegiado” 
configure terminal = “Ingreso a modo de configuración” 
router eigrp 10 = “Configuración protocolo EIGRP” 
redistribute ospf 1 metric 100000 20000 255 255 1500 = “Configuración 
redistribución OSPF” 
exit = “Salir” 
router ospf 1 = “Configuración protocolo OSPF” 
redistribute eigrp 10 metric 50000 subnets = “Configuración redistribución 
EIGRP” 





6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen 
en su tabla de enrutamiento mediante el comando show ip route. 
 
 








Figura 7. Comando show ip route en R5 
 
 
Gracias a la correcta configuración, el direccionamiento de las loopback en router 






















Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto. 
 








Parte 1: Configurar la red de acuerdo con las especificaciones. 
 




Switch(config)#interface fastEthernet 0/6 = “Ingresa a las interfaces de un rango” 
Switch(config-if)#shutdown = “Apaga las interfaces del rango anterior mencionado” 
Switch(config-if)#interface fastEthernet 0/7 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/8 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/9 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/10 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/11 
Switch(config-if)#shutdown 












Switch(config)#interface fastEthernet 0/6 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/7 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/8 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/9 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/10 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/11 
Switch(config-if)#shutdown 
















Switch(config)#interface fastEthernet 0/6 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/7 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/8 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/9 
Switch(config-if)#shutdown 










Switch(config)#interface fastEthernet 0/6 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/7 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/8 
Switch(config-if)#shutdown 




Switch(config-if)#interface fastEthernet 0/10 
Switch(config-if)#shutdown 
 









b. Asignar un nombre a cada switch acorde con el escenario establecido. 
 
Switch DLS1 
Se asigna el nombre del switch utilizando el siguiente comando asi: 
Switch>enable = “Habilitar modo exec privilegiado” 
Switch#conf ter = “Ingreso a modo de configuración”  
Switch(config)#hostname DLS1 = “Cambia el nombre” 
 
Switch DLS2 


















c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama 
 
1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 





La configuración de los Etherchannel entre DLS1 y DLS2 se realizará de 
acuerdo a la siguiente tabla y los siguientes comandos así: 
 
 




















DLS1>enable = “Habilitar modo exec privilegiado” 
DLS1#configure terminal = “Ingreso a modo de configuración” 
DLS1(config)#interface range fast 0/11-12 = “Ingreso a las interfaces de un rango” 
DLS1(config-if-range)#no switchport = “Se cambia las interfaces a capa3” 
DLS1(config-if-range)#channel-group 12 mode active = “se configuran las interfaces al por-channel 
12 con el protocolo LAPC” 
DLS1(config-if-range)# 
Creating a port-channel interface Port-channel 12 = “ingreso a modo de configuracion delas 
interfaces de por-channel12” 
DLS1(config-if-range)#no shutdown = “encender las interfaces” 
DLS1(config-if-range)#exit = “salir” 
DLS1(config)#interface port-channel 12  
DLS1(config-if)#no switchport 








DLS2(config)#interface range fast 0/11-12 
DLS2(config-if-range)#no switchport 
DLS2(config-if-range)#channel-group 12 mode active 
DLS2(config-if-range)# 
Creating a port-channel interface Port-channel 12 
DLS2(config-if-range)#no shutdown 
DLS2(config-if-range)#exit 
DLS2(config)#interface port-channel 12  
DLS2(config-if)#no switchport 






2. Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
 
La configuración de los Etherchannel entre DLS1 y ALS1 se realizará de 
acuerdo a la siguiente tabla y los siguientes comandos así: 
 









f0/7- f0/8 1 LACP 
ALS
1 






DLS1(config)#interface range fast 0/7-8 
DLS1(config-if-range)#channel-group 1 mode active 
DLS1(config-if-range)# 









ALS1(config)#interface range fast 0/7-8 
ALS1(config-if-range)#channel-group 1 mode active 
ALS1(config-if-range)# 






La configuración de los Etherchannel entre DLS2 y ALS2 se realizará de acuerdo 
a la siguiente tabla y los siguientes comandos así: 
 









f0/7 - f0/8 2 LACP 
ALS
2 







DLS2(config)#interface range fast 0/7-8 
DLS2(config-if-range)#channel-group 2 mode active 
DLS2(config-if-range)# 









ALS2(config)#interface range fast 0/7-8 
ALS2(config-if-range)#channel-group 2 mode active 
ALS2(config-if-range)# 





3. Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
 
La configuración de los Etherchannel entre DLS1 y ALS2 se realizará de acuerdo 
a la siguiente tabla y los siguientes comandos así: 
 
 









f0/9- f0/10 4 PAgP 
ALS
2 






DLS1(config)#interface range fast 0/9-10 
DLS1(config-if-range)#channel-group 4 mode desirable 
DLS1(config-if-range)# 










ALS2(config)#interface range fast 0/9-10 
ALS2(config-if-range)#channel-group 4 mode desirable 
ALS2(config-if-range)# 














f0/9- f0/10 3 PAgP 
ALS
1 







DLS2(config)#interface range fast 0/9-10 
DLS2(config-if-range)#channel-group 3 mode desirable 
DLS2(config-if-range)# 








ALS1(config)#interface range fast 0/9-10 
ALS1(config-if-range)#channel-group 3 mode desirable 
ALS1(config-if-range)# 








4. Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa. 
 
Configuraremos los Port-channel capa2 los cuales 1,2,3 y 4, se establecerán como 





DLS1>enable = “Habilitar modo exec privilegiado” 
DLS1#conf ter = “Ingreso a modo de configuración” 
DLS1(config)#vlan 500 = “se crea y se configura Vlan 500” 
DLS1(config-vlan)#name native “asignamos nombre a Vlan 500” 
DLS1(config-vlan)#exit = “Salir modo de configuración” 
DLS1(config)#interface port-channel 1 = “modo de configuración de port- channel 1” 
DLS1(config-if)#switchport trunk encapsulation dot1q = “modo de configuración de encapsulación 
troncal dot1q”  
DLS1(config-if)#switchport mode trunk = “establecer port-channel 1 en modo troncal” 
DLS1(config-if)#switchport trunk native vlan 500 = “establecer la Vlan500 como nativa” 
DLS1(config-if)#exit = “Salir modo de configuración” 
DLS1(config)#interface port-channel 4 = “modo de configuración de port- channel 4” 
DLS1(config-if)#switchport trunk encapsulation dot1q = “modo de configuración de encapsulación 
troncal dot1q”  
DLS1(config-if)#switchport mode trunk = “establecer port-channel 4 en modo troncal” 
DLS1(config-if)#switchport trunk native vlan 500 = “establecer la Vlan500 como nativa” 










DLS2(config)#interface port-channel 2 
DLS2(config-if)#switchport trunk encapsulation dot1q  
DLS2(config-if)#switchport mode trunk  
DLS2(config-if)#switchport trunk native vlan 500 
DLS2(config-if)#exit 
DLS2(config)#interface port-channel 3 
DLS2(config-if)#switchport trunk encapsulation dot1q  
DLS2(config-if)#switchport mode trunk  











ALS1(config)#vlan 500  
ALS1(config-vlan)#name native  
ALS1(config-vlan)#exit  
ALS1(config)#interface port-channel 1  
ALS1(config-if)#switchport trunk encapsulation dot1q  
ALS1(config-if)#switchport mode trunk  
ALS1(config-if)#switchport trunk native vlan 500  
ALS1(config-if)#exit  
ALS1(config)#interface port-channel 3  
ALS1(config-if)#switchport trunk encapsulation dot1q  
ALS1(config-if)#switchport mode trunk  







ALS2#configure terminal  
ALS2(config)#vlan 500  
ALS2(config-vlan)#name native  
ALS2(config-vlan)#exit  
ALS2(config)#interface port-channel 2  
ALS2(config-if)#switchport trunk encapsulation dot1q  
ALS2(config-if)#switchport mode trunk  
ALS2(config-if)#switchport trunk native vlan 500  
ALS2(config-if)#exit  
ALS2(config)#interface port-channel 4  
ALS2(config-if)#switchport trunk encapsulation dot1q  
ALS2(config-if)#switchport mode trunk  





d. Configurar Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 
 





DLS1>enable = “Habilitar modo exec privilegiado” 
DLS1#conf ter = “Ingreso a modo de configuración”  
DLS1(config)#vtp domain CISCO = “establecer nombre dominio cisco” 
Changing VTP domain name from NULL to CISCO 
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DLS1(config)#vtp version 3 = “se ajusta VTP a versión 3” 
DLS1(config)#vtp password ccnp321 = “establecer password del dominio VTP como ccnp321” 
Setting device VLAN database password to ccnp321 







ALS1(config)#vtp domain CISCO 
Domain name already set to CISCO. 
ALS1(config)#vtp version 3 
ALS1(config)#vtp password ccnp321 








ALS2(config)#vtp domain CISCO 
Domain name already set to CISCO. 
ALS2(config)#vtp version 3 
ALS2(config)#vtp password ccnp321  




2. Configurar DLS1 como servidor principal para las VLAN. 
Para asignar a DLS1 como servidor principal en el dominio VTP se utiliza el 






% Invalid input detected at ' '̂ marker. 
DLS1# 
 







3. Configurar ALS1 y ALS2 como clientes VTP 
 
Para asignar a ALS1 Y LAS2 como clientes en el dominio VTP se utiliza el 




ALS1#conf ter = “Ingreso a modo de configuración” 
ALS1(config)#vtp mode client = “asignar VTP como cliente” 
Setting device to VTP CLIENT mode. 






ALS2(config)#vtp mode client 




e. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 8. VLANs del escenario 2 
Numero de VLAN Nombre de VLAN Numero de VLAN 
Nombre de 
VLAN 
500 NATIVA 434 PROVEEDORE
S 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
1111 MULTIMEDIA 3456 PERSONAL 
 
Se procede a configurar las VLANs mencionadas en la tabla N°8, utilizando los 




DLS1>enable = “Habilitar modo exec privilegiado” 
DLS1#conf ter = “Ingreso a modo de configuración” 
DLS1(config)#vlan 500 = “Se crea y se configura Vlan 500” 




















f. En DLS1, suspender la VLAN 434. 




DLS1#conf ter = “Ingreso a modo de configuración” 
DLS1(config)#vlan 434 = “Ingreso a modo de configuración VLAN 434” 
DLS1(config-vlan)#state suspend = “Coloca VLAN en esta suspendido” 
DLS1(config-vlan)#exit = “Salir modo de configuración” 
 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
 
Se realiza la configuración de switch DLS2 en donde toca modificar el modo de 
operación VTP a modo transparente (versión 2) y por último se configuran las 





DLS2>enable = “Habilitar modo exec privilegiado” 
DLS2#conf ter = “Ingreso a modo de configuración” 
DLS2(config)#vtp mode transparent = “Establecer modo VTP como transparente” 
Setting device to VTP TRANSPARENT mode. 
DLS2(config)#vtp version 2 = “Se ajusta VTP a versión 2” 
DLS2(config)#vlan 500 = “Se crea y se configura Vlan 500” 

















DLS2(config-vlan)#exit = “Salir modo de configuración” 
 
 
h. Suspender VLAN 434 en DLS2. 
 








i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
 










j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 




DLS1>enable = “Habilitar modo exec privilegiado” 
DLS1#configure terminal = “Ingreso a modo de configuración” 
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DLS1(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root primary = “Asigna a switch 
DLS1 las VLANs mencionadas como root primario de apanning tree” 
DLS1(config)#spanning-tree vlan 123,234 root secondary = “Asigna a switch DLS1 las VLANs 
mencionadas como root secundario de apanning tree, así mismo en caso de falla de las VLAs 
primarias estas asumen como primarias” 
DLS1(config)#exit = “Salir modo de configuración” 
 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
 





Enter configuration commands, one per line. End with CNTL/Z. 
DLS2(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root secondary 




l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de estos puertos. 
 
Se procede a realizar la configuración en cada uno de los switches en los port-




Se configuran port-channel 1 y 4 
 
DLS1#conf ter 
DLS1(config)#interface port-channel 1 
DLS1(config-if)#switchport trunk allowed vlan 1,12,123,234,434,500,1010,1111,3456 
Command rejected: Bad VLAN list 
DLS1(config-if)#exit 
DLS1(config)#interface port-channel 4 
DLS1(config-if)#switchport trunk allowed vlan 1,12,123,234,434,500,1010,1111,3456  









Se configuran port-channel 2 y 3 
 
DLS2#conf ter 
DLS2(config)#interface port-channel 2 
DLS2(config-if)#switchport trunk allowed vlan 1,12,123,234,434,500,1010,1111,3456 
Command rejected: Bad VLAN list 
DLS2(config-if)#exit 
DLS2(config)#interface port-channel 3 
DLS2(config-if)#switchport trunk allowed vlan 1,12,123,234,434,500,1010,1111,3456 










ALS1(config)#interface port-channel 1 
ALS1(config-if)#switchport trunk allowed vlan 1,12,123,234,434,500,1010,1111,3456  
Command rejected: Bad VLAN list 
ALS1(config-if)#exit 
ALS1(config)#interface port-channel 3 
ALS1(config-if)#switchport trunk allowed vlan 1,12,123,234,434,500,1010,1111,3456  











ALS2(config)#interface port-channel 2 
ALS2(config-if)#switchport trunk allowed vlan 1,12,123,234,434,500,1010,1111,3456 
Command rejected: Bad VLAN list 
ALS2(config-if)#exit 
ALS2(config)#interface port-channel 4 
ALS2(config-if)#switchport trunk allowed vlan 1,12,123,234,434,500,1010,1111,3456 







m. Configurar las siguientes interfaces como puertos de acceso, asignados a 
las VLAN de la siguiente manera: 
 
 










Interfaz Fa0/15 1111 1111 1111 1111 
Interfaces F0 /16-
18 
 567   
 
A continuación, realizaremos la configuración de acuerdo a la tabla N°10 y los 




DLS1>enable = “Habilitar modo exec privilegiado” 
DLS1#conf ter = “Ingreso a modo de configuración” 
DLS1(config)#interface f0/6 = “Ingreso a modo de configuración interface f0/6” 
DLS1(config-if)#switchport mode access = “Configurar puerto en modo de acceso” 
DLS1(config-if)#switchport access vlan 3456 = “Se asigna la VLAN de acceso con el ID3456” 
DLS1(config-if)#spanning-tree portfast = “Configurar puerto como Edge, con el fin de que pase al 
estado de reenvió sin pasar por los estados del mismo” 
DLS1(config-if)#interface fast 0/6 
DLS1(config-if)#no shutdown = “Encender la interfaz” 
DLS1(config-if)#interface FastEthernet 0/15 
DLS1(config-if)#switchport mode access 







Teniendo en cuenta de acuerdo con la tabla N°10 en el siwtch DLS2 a un interfaz 
se le deben asignar dos VLANs, configurare de la siguiente manera así: 
 
f0/6 VLAN12 acceso 
f0/6 VLAN1010 acceso por voz 
 
 
DLS2>enable = “Habilitar modo exec privilegiado” 
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DLS2#conf ter = “Ingreso a modo de configuración” 
DLS2(config)#interface f0/6 = “Ingreso a modo de configuración interface f0/6” 
DLS2(config-if)#switchport mode access = “Configurar puerto en modo de acceso” 
DLS2(config-if)#switchport access vlan 12 = “Se asigna la VLAN de acceso con el ID12” 
DLS2(config-if)#switchport voice vlan 1010 = “Se asigna la VLAN de voz con el ID1010” 
DLS2(config-if)#spanning-tree portfast = “Configurar puerto como Edge, con el fin de que pase al 
estado de reenvió sin pasar por los estados del mismo” 
DLS2(config-if)#spanning-tree bpduguard enable = “Habilitar una protección por el puerto 
portfast, con el fin de evitar tramas BPDU” 
DLS2(config-if)#no shutdown = “Encender la interfaz” 
DLS2(config-if)#interface f0/15 
DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 1111 
DLS2(config-if)#spanning-tree portfast 
DLS2(config-if)#spanning-tree bpduguard enable 
DLS2(config-if)#shutdown 
DLS2(config)#interface f0/16 
DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 567 
DLS2(config-if)#spanning-tree portfast 




DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 567 
DLS2(config-if)#spanning-tree portfast 




DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 567 
DLS2(config-if)#spanning-tree portfast 







Teniendo en cuenta de acuerdo con la tabla N°10 en el siwtch ALS1 a un interfaz 
se le deben asignar dos VLANs, configurare de la siguiente manera así: 
 
f0/6 VLAN123 acceso 





ALS1(config-if)#switchport mode access 
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ALS1(config-if)#switchport access vlan 123 




ALS1(config-if)#switchport mode access 
ALS1(config-if)#switchport voice vlan 1111 
ALS1(config-if)#spanning-tree portfast 










ALS2(config-if)#switchport mode access 
ALS2(config-if)#switchport access vlan 234 
ALS2(config-if)#spanning-tree portfast 
ALS2(config-if)#spanning-tree bpduguard enable 
ALS2(config-if)#no shutdown 
ALS2(config-if)#interface f0/15 
ALS2(config-if)#switchport mode access 
ALS2(config-if)#switchport access vlan 1111 
ALS2(config-if)#spanning-tree portfast 





Parte 2: conectividad de red de prueba y las opciones configuradas. 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso. 
 
 
Para la verificación vamos a utilizar el siguiente comando así: 
 
Show vlan brief: 
 
Este comando nos permitirá ver toda la información acerca de las VLANs y 












Se puede evidenciar en la figura N° 15, DLS1 tiene configuradas las VLANs 
solicitadas en el escenario 2, así mismo nos refleja los puertos de acceso de 
acuerdo a la configuración así: 
 
VLANs 1111 con puerto de acceso f0/15  














Se puede evidenciar en la figura N° 16, DLS2 tiene configuradas las VLANs 
solicitadas en el escenario 2, así mismo nos refleja los puertos de acceso de 
acuerdo a la configuración así: 
 
 
VLANs 1111 con puerto de acceso f0/14 















Se puede evidenciar en la figura N° 17, ALS1 tiene configuradas las VLANs 
solicitadas en el escenario 2, así mismo nos refleja los puertos de acceso de 
acuerdo con la configuración así: 
 
 
VLANs 1111 con puerto de acceso f0/15  
VLANs 123 con puerto de acceso fa0/6 
 
 
Se concluye el funcionamiento VTP, donde se evidencia que se aprendieron las 








Figura 18. Asignación de puertos y VLAns creadas en ALS2 
 
 
Se puede evidenciar en la figura N° 18, ALS1 tiene configuradas las VLANs 
solicitadas en el escenario 2, así mismo nos refleja los puertos de acceso de 
acuerdo con la configuración así: 
 
VLANs 1111 con puerto de acceso f0/15 
VLANs 234 con puerto de acceso f0/6 
 
En conclusión, el funcionamiento VTP, donde se evidencia que se aprendieron las 
VLANs configuradas en el servidor primario de VTP(DLS1). 
 
Para la verificación de las asignaciones de puertos troncales vamos a utilizar el 
siguiente comando así: 
 
Show interfaces trunk: Este comando nos permitirá ver toda la información acerca 
de los enlaces troncales y el protocolo de encapsulación usado, y las vlan 










Se evidencia en la figura N° 19, DLS1 tiene configurados dos puertos trocales así: 
 
 
Port-channel 1 conexión con switch ALS1  
Port-channel 4 conexión con switch ALS2 
 
 
Por último, podemos analizar que se está utilizando el protocolo 802.1q y la VLAN 









Figura 20. Asignación de puertos trocales DLS2 
 
 
Se evidencia en la figura No 20, DLS2 tiene configurados dos puertos trocales así: 
 
Port-channel 2 conexión con switch  
ALS2 Port-channel 3 conexión con switch ALS1 
 
Por último, podemos analizar que se está utilizando el protocolo 802.1q y la VLAN 










Figura 21. Asignación de puertos trocales ALS1 
 
 
Se evidencia en la figura No 21, ALS1 tiene configurados dos puertos trocales así: 
 
Port-channel 1 conexión con switch  
DLS1 Port-channel 3 conexión con switch DLS2 
 
Por último, podemos analizar que se está utilizando el protocolo 802.1q y la VLAN 











Figura 22. Asignación de puertos trocales ALS2 
 
 
Se evidencia en la figura No 22, ALS2 tiene configurados dos puertos trocales así: 
 
Port-channel 2 conexión con switch  
DLS2 Port-channel 4 conexión con switch DLS1 
 
Por último, podemos analizar que se está utilizando el protocolo 802.1q y la VLAN 




b. Verificar que el EtherChannel entre DLS1 y ALS1 está
 configurado correctamente. 
 
Vamos a verificar la configuración Etherchannel de los switches que los 
interconecta, en este caso para DLS1 y ALS1 es port-channel 1, utilizando los 




show running-config | section Port-channel1: para verificar la configuración del 




Figura 23. Port-channel 1 en DLS1 
 
 
Se evidencia en la figura N°23 claramente la configuración Port- channel 1 en switch 









Figura 24. port-channel 1 en ALS1 
 
 
Se evidencia en la figura N°24 claramente la configuración Port- channel 1 igual 




show etherchannel summary: este comando lo emplearemos on el fin de verificar 













Se evidencia en la figura N°25 claramente que cuenta con tres grupos etherchannel, 




SU (está en capa2 y funcionado con exito) Interfases utilizadas son f0/7 y f0/8 









Figura 26. Estado Etherchannel en ALS1 
 
 
Se evidencia en la figura N°26 claramente que cuenta con tres grupos etherchannel, 




SU (está en capa2 y funcionado con exito) Interfases utilizadas son f0/7 y f0/8 
P (están agregadas en el Prot-channel 1) 
 
 
c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
 
Se verificará la configuración de todas la VLANs creadas en los switches DLS1 y 
DLS2, de acuerdo a la Tabla N°8, omitiendo la VLAN 434 que está suspendida en 
ambos switches, mencionada verificación se va a realizar con el switch DLS1, 
utilizando el siguiente comando así: 
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show spanning-tree vlan XXX: este comando nos va a brindar la información de 









Se evidencia en la figura N°27 claramente la información acerca del root bridge 
para la VLAN 12 y nos brinda la siguiente información así: 
 
Dirección Mac utilizada por DLS1 0060.3E52.C7CB  
 
Estado FWD(estado de reenvio) en Port-channel 1 y 4.  
 











Se evidencia en la figura N°28 claramente la información acerca del root bridge 
para la VLAN 123 y nos brinda la siguiente información así: 
 
 
Estado FWD(estado de reenvió) en Port-channel 1 
Estado BLK(estado de bloqueo) en Port-channel 4  
Estado Root (elegido como puerto raíz) en Port-channel 1 










Figura 29. Comando spanning-tree vlan 234 
 
 
Se puede evidencia en la figura N°29 claramente la información acerca del root 
bridge para la VLAN 234 y nos brinda la siguiente información así: 
 
 
Estado FWD(estado de reenvió) en Port-channel 1 
Estado BLK(estado de bloqueo) en Port-channel 4  
Estado Root (elegido como puerto raíz) en Port-channel 1 



































Se logró comprobar con la herramienta de simulación GNS3 de una manera asertiva 
el escenario propuesto donde se tuvieron en cuenta los parámetros establecidos y 
se realizaron las configuraciones de acuerdo a las necesidades con los protocolos 
de enrutamiento OSPF y EIGRP. 
 
Se demostró con el primer escenario la cualidad de las áreas para el transporte de 
tráfico y la disminución de los saltos en ruta. Generando un tráfico eficiente del 
sistema. Igualmente, la configuración de costo, sistema autónomo y la comunicación 
entre protocolos. 
 
Con el desarrollo del avance del documento final se logró comprender y entender 
de manera acertada la configuración de los protocolos de enrutamiento y la 
configuración de interfaz virtual Loopback. 
 
Drante del desarrollo del segundo escenario se lograron realizar las configuraciones 
correspondientes, así mismo se colocaron en práctica las temáticas con relación a 
la implementación, monitoreo y administración de los switches,la red está 
conformada por dos switches DLS (distribution layer switches) y dos switches ALS 
(access layer switches), se realizó la implementación de las VLANs que permitió 
implementar políticas de acceso y seguridad para grupos particulares de usuarios, 
igualmente no todos los comandos funcionaron con éxito en el software de 
simulación PACKET TRACER, es una herramienta muy práctica para el desarrollo 
de las simulaciones, pero que al parecer se queda corta con algunos comandos que 
no funcionaron. 
 
Se logró comprender el sistema de conmutación soportado por switches, mediante 
el uso de modos VTP que reducen la administración de una red mediante las 
designaciones de un servidor VTP, en donde se logró crear las VLANs y la creación 
de enlaces troncales, asimilando casi en forma real el planteamiento indicado de la 
empresa, en donde en la parte 2 de este escenario se pudo verificar el trabajo 

















Froom, R., Frahim, E. (2015). CISCO Press (Ed). Spanning Tree Implementation. 
Implementing Cisco IP Switched Networks (SWITCH) Foundation Learning Guide 
CCNP SWITCH 300-115. Recuperado de https://1drv.ms/b/s!AmIJYei-
NT1IlnWR0hoMxgBNv1CJ 
 
Mier Ruiz, E., & Mier Ruiz, G. (2008). Protocolos de enrutamiento rip, ospf y eigrp. 
 
Teare, D., Vachon B., Graziani, R. (2015). CISCO Press (Ed). Basic Network and 
Routing Concepts. Implementing Cisco IP Routing (ROUTE) Foundation Learning 
Guide CCNP ROUTE 300-101. Recuperado de https://1drv.ms/b/s!AmIJYei-
NT1IlnMfy2rhPZHwEoWx 
 
 
 
 
 
 
