











A STUDY ON TEMPORARY GROUPING AND AUTHETICATION METHOD 
 
菅隼輔 





Groups are divided into two types. One is permanent group, such as class of students or a division of 
corporate employees. The other is temporary group, such as passenger on a bus or an airplane. There are many 
services for permanent group. However, a methodology for temporary grouping does not exist. Therefore, we 
focused on temporary grouping and its features. In this paper, we propose a grouping infrastructure and 
authentication method for temporary grouping. We propose two infrastructures, one is “Simple Method”, the 
other is “RSA Method”. We implement prototype application using Simple Method and evaluate it. As a result, 
prototype application and grouping infrastructure is practical. In addition, we showed the feasibility of RSA 
method. 







大きく分けて 2 つに分類することができる．1 つは学校
のクラスや会社などの恒久的なグループである．そのた
めのスマートフォンを用いたサービスの例として，LINE




















































































































る．図 3 に提案手法のコンセプトモデルを示す． 
 
 



























































































































６． RSA 方式 
（１）特徴 
システムの構成は簡易方式のままに，認証強度を高め



















開鍵暗号の 1 つである．RSA 暗号に用いられる鍵長は一
般的に最低でも 1024bit が用いられ，これは数値に直す




















































した．NFC 通信の実装については web アプリケーショ
ンの API が開発中のため，Android アプリケーションと
して実装を行っている．それに伴い，一時的な情報のう
ちリーダーから配信する必要があるものについては
Android 上で生成する．将来的に NFC の API が実装さ
れれば，html5 を用いて全て web アプリケーションとし
て実装できる． 
 サーバの OS は Windows で作成した．同様の環境を
整えていれば Linux 上でも動作させることができる．ま
たアプリケーション，グルーピング基盤はサーバサイド
JavaScript である Node.js を用いて作成した．これは，
リアルタイム通信を実現するために， Node.js で












用いる．これらの構成をまとめたものを図 5 に示す. 
 
 
















グルーピングイメージを図 6 に示す． 
 
 















実験には以下のサーバとなる PC と 3 つの端末を用い
た．サーバとして Windows7 の PC を利用した．端末と
して android5.0.2 の Nexus2013 を 2 台，xperiaZ3+を
用いた．これらの端末を，全て同一のネットワークにサ






この結果を表 1 に示す． 
 
表 1 リーダーの動作の測定結果 
1 回目(秒) 2 回目(秒) 3 回目(秒) 平均(秒) 









一連の処理時間を表 2 の場合わけで計測した． 実用を
考えた場合に，最もその状況が起こりうる可能性が高い
b のパターンについて測定した結果を表 3 に示す． 
 
表 2 ユーザの操作熟練度の場合わけ 
 リーダー メンバー 
a 慣れている人 慣れている人 
b 慣れている人 慣れていない人 
c 慣れていない人 慣れている人 
d 慣れていない人 慣れていない人 
 
表 3 b のパターンのユーザの操作時間(単位:秒) 
 1 回目 2 回目 3 回目 平均 
A 17.50 10.37 9.91 12.59 
B 17.91 13.15 8.17 13.08 
C 10.81 9.04 7.65 9.17 
D 11.17 8.13 7.71 9.00 
E 15.63 8.00 7.41 10.35 








慣れている人とする． この実験の結果を表 4 に示す． 
 
表 4 入れ替わり時間の測定結果(単位:秒)  
 1 回目 2 回目 3 回目 平均 
A 4.21 5.75 3.32 4.43 
B 4.54 4.4 3.92 4.29 
平均 4.38 5.08 3.62 4.36 
 
今回作成したグルーピングアプリケーションにおいて，











式 2から 5人のメンバーをグループピングするのに約 30
秒，10 人の場合は約 51 秒，100 人の場合は約 7 分程度
かかることがわかる．今回作成したアプリケーションは
飲食店での利用を想定しており，一度にグルーピングを













定する実験を 3 回行った．その結果を表 5 に示す． 
 
表 5 グループ作成処理時間 











0,100,1000 人の場合について行った結果を表 6 に示す． 
 
表 6 メンバー追加処理の時間 











れぞれ 0,100,1000 人の場合について行った結果を表 7
に示す． 
 
表 7 メンバーの認証処理時間 













いて実験を行った結果を表 8 に示す． 
 
表 8 サーバでの通信処理の時間 











を 10 回行う．これを 3 回行った結果を表 9 に示す． 
 
表 9 アプリから見たグループ作成の処理時間 









 実験 e の処理時間の内訳には端末からサーバへの通信































ることが可能だといえる． 以上のことから，式 2 から
わかるように全体の動作に対し，RSA を導入した場合の
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