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Este plan de negocios está dedicado a nuestras familias y a las personas 
que nos apoyaron en el desarrollo de este proceso, lo cual nos permite lograr una 






















En este plan de negocios evaluaremos la viabilidad de iniciar una idea de negocio 
sobre la venta de servicios de seguridad de la información a empresas, abordaremos la 
validación de la idea de negocio en lo que concierne a la investigación del segmento 
objetivo, indicadores financieros, plan de marketing y operaciones para este plan de 
negocio.  
Este plan de negocios se basa en la tendencia de los ejecutivos de TI por la 
preocupación de asegurar la información crítica de la empresa. Actualmente, las empresas 
se enfrentan al reto de preservar la confidencialidad, disponibilidad e integridad de la 
información, de lo contrario podrían tener pérdidas de dinero considerable para la 
empresa. 
Security Advisory, está diseñado para empresas que requieran tener un plan 
estratégico sobre seguridad de la información. Nuestro mercado meta se ha obtenido de 
las cifras de INEI que indican la cantidad de pequeñas y medianas empresas, así como de 
las organizaciones gubernamentales.   
Los problemas referentes a los ciberataques en el Perú están relacionados a la falta 
de concientización sobre el impacto que podría ocasionar en las organizaciones. Debido 
a esta problemática, el gobierno propone leyes y reglamentos orientados con la finalidad 
de evitar o mitigar los riesgos de un ciberataque. 
Security Advisor, se presenta como una propuesta que busca proteger los activos 
críticos de la empresa a través de nuestro servicio personalizado antes, durante y después 
del proceso de venta.  
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 Con respecto a la información recolectada del mercado meta, nos indican que 
existe una frecuencia de compra de estos servicios y una asignación de presupuesto por 
parte de la empresa.  
Con respecto al plan de negocios se concluye que el proyecto es rentable y 
sostenible en el tiempo. El periodo de recuperación de la inversión es en el segundo año. 
A partir del tercer año se inicia la etapa de crecimiento en el cual se considera incluir 
personal para las distintas áreas de la empresa. En el quinto año la empresa tendría un 
valor actual neto de S/. 586,034 y con la recuperación de la inversión en el segundo año 
















In this business plan we will evaluate the feasibility of initiating a business idea 
about the sale of information security services to companies, we will address the 
validation of the business idea with regard to the research of the target segment, financial 
indicators, plan of marketing and operations for this business plan. 
This business plan is based on the tendency of IT executives for the concern to 
ensure the critical information of the company. Currently, companies face the challenge 
of preserving the confidentiality, availability and integrity of information, otherwise they 
could have considerable losses of money for the company. 
Security Advisory is designed for companies that require a strategic plan on 
information security. Our target market has been obtained from INEI figures that indicate 
the number of small and medium enterprises, as well as government organizations. 
The problems related to cyber attacks in Peru are related to the lack of awareness 
about the impact that could cause in organizations. Due to this problem, the government 
proposes laws and regulations aimed at avoiding or mitigating the risks of a cyber attack. 
Security Advisor, is presented as a proposal that seeks to protect critical assets of 
the company through our personalized service before, during and after the sales process. 
 Regarding the information collected from the target market, they indicate that 
there is a frequency of purchase of these services and a budget allocation by the company. 
With respect to the business plan, it is concluded that the project is profitable and 
sustainable over time. The period of recovery of the investment is in the second year. 
From the third year onwards, the growth stage begins, in which it is considered to include 
personnel for the different areas of the company. In the fifth year, the company would 
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have a net present value of S/.586, 034 and with the recovery of the investment in the 
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1. Objetivo General 
Desarrollar un plan de negocios rentable y sostenible en el tiempo que 
brinde servicios de consultoría especializado sobre Seguridad de la Información 
que medirá la gestión de riesgos, con el propósito de preservar la disponibilidad, 
integridad y confidencialidad de la información para lograr el aseguramiento de 
la continuidad de negocio. 
Security Advisor es un plan de negocios cuyo fin es ingresar al mercado 
como una empresa de servicios de consultoría de Seguridad de la Información a 
empresas privadas y/o públicas, mediante una fuerza de ventas especializada en 
los servicios que se brinda, un servicio post venta que promete seguimiento y un 













2. Descripción de la Idea y Modelo de Negocio 
Actualmente nos encontramos en la era de digitalización, que permite una 
comunicación personalizada e inmediata entre las empresas. Para esto las 
empresas utilizan diferentes tecnologías como el big data, inteligencia artificial, 
cloud computing, la omnicanalidad y la internet de las cosas entre otras 
tecnologías. De esta manera las empresas generan información que resulta ser un 
activo valioso para la institución, y por lo tanto requiere una protección adecuada. 
En el Perú durante el 2018 se incrementó de forma considerable los 
ciberataques en el país, generando un mayor nivel de consciencia entre los 
empresarios locales. Sin embargo, los niveles de seguridad de información siguen 
siendo bajos, porque nos ubicamos en el séptimo lugar en América Latina y Caribe 
en cuanto a la detección de amenazas. 
 
Fuente: Symatec, 2018 




Como resultado de lo antes señalado, surge como idea de negocio la 
creación de Security Advisor con la finalidad de ofrecer un servicio de consultoría 
de seguridad de la información para las empresas de Lima. 
Siendo la seguridad de la información un conjunto de medidas preventivas 
y reactivas que las empresas establecen para poder proteger la información 
buscando mantener la confidencialidad, disponibilidad e integridad de la misma. 
(Delgado) 
Security Advisor considera como ventaja diferencial una fuerza de ventas 
capacitada y especializada, asimismo el seguimiento continuo luego de culminada 
la implementación de la consultoría. Siendo estas dos partes fundamentales para 
la aceptación de nuestra propuesta en el mercado meta. Esto se concluye de las 
encuestas realizadas a nuestro público objetivo.  (Anexo 1) 
Además, teniendo en cuenta que el sector de la Seguridad de la 
Información se encuentra en crecimiento y en el Perú las empresas invierten entre 
30,000 a 100,000 dólares anualmente en proteger sus activos de información. Esto 
se fundamenta en la encuesta realizada a nuestro público objetivo. (Anexo 1) 
Mediante la aplicación del Business Model Canvas (Lienzo de Modelo de 
Negocios) describiremos la lógica de como creamos y entregamos nuestra 
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Estructura de Costos Fuente de Ingreso 
 Infraestructura tecnológica en la nube. 
 Planilla de empleados 
 Alquiler de oficina 
 Software y hardware para la implementación 
de la consultoría. 
 Marketing y eventos. 
 Venta e instalación de equipos. 
Figura 2 Lienzo de modelo de negocio para el proyecto Security Advisor 
2.1 Segmento de clientes. 
Responsables de TI que no tienen una estrategia definida para la Seguridad 
de la Información en el sector privado e instituciones públicas en Lima. Preocupados 
por mantener la disponibilidad, integridad y confidencialidad de sus activos de la 





2.2  Propuesta de Valor. 
Asegurar la disponibilidad, integridad y confidencialidad de la 
información crítica de la empresa a través de un servicio de Seguridad de la 
Información asesorándolos mediante nuestros consultores expertos en 
Ciberseguridad. 
2.3  Canales. 
El canal más relevante, es la visita comercial que genera la empatía con el 
cliente y la presentación personalizada por parte de nuestro ejecutivo de venta. 
Considerando que nuestros decisores de compra son los ingenieros que 
están en constante uso con la tecnología; utilizaremos el canal online como medio de 
comunicación para generar presencia y que nuestros clientes puedan ubicarnos 
después de una visita realizada por el ejecutivo de ventas.  
Utilizaremos el SEO con palabras claves como: Ciberataque, seguridad de 
la información, ataques cibernéticos, entre otros, con el fin de generar un 
posicionamiento web en nuestra página de www.securityadvisor.pe 
Asimismo, nuestra web contará con un chatbot que podrá recopilar las 
solicitudes de los clientes las 24 horas del día. 
Por último, desarrollaremos una plataforma de contenidos para nuestras 
principales redes sociales (Facebook, twitter y linkedin) con temas educativos, 
tutoriales y de concientización sobre el cuidado de la información en el mundo digital. 
2.4  Relación con los clientes. 
A través de nuestros servicios especializados se visitará periódicamente a 
nuestros clientes, con el fin de mantener y cuidar su experiencia. Esta visita se dará 
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por un representante de ventas especializado que podrá resolver las consultas de 
manera inmediata y oportuna. Además, se contará con una línea telefónica para 
consultas o reclamos de los clientes las 24 horas del día, así como la asistencia 
presencial y online 24x7. 
2.5 Fuentes de ingresos. 
La fuente de ingreso será a través de la venta de los servicios: 
- Protección de la red Interna. 
- Protección WAN. 
- Protección de los Servicios Públicos. 
El pago del servicio será mediante una factura que se entregará al área 
correspondiente, después de la aprobación del acta de conformidad del servicio. 
2.6  Recursos claves. 
La fuerza de ventas especializada en seguridad de la información es 
sumamente relevante debido a qué nuestro servicio requiere experiencia en el manejo 
de estas soluciones con la finalidad de que pueda interactuar con el cliente y entender 
cuál es la problemática que se debe solucionar. 
También es importante contar con ingenieros expertos en seguridad de la 
información para que puedan brindar soporte en la venta y postventa de nuestros 
servicios debido a que nuestro personal estará certificado en las ISO de continuidad 
de negocios 22301, de Seguridad de la Información 27001, de Calidad 9001. Así 
como también la certificación PMP. 
Nuestro jefe de implementaciones y soporte pertenecerá será miembro de 
la organización ISACA la cual brinda una guía de como liderar, adaptar y asegurar 
la confianza en un mundo digital. 
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2.7  Actividades claves. 
El proyecto cuenta con las siguientes actividades claves:  
- Para la empresa es fundamental contar con Ingenieros certificados en ISO 
27001, ISO 9001 e ISO 22301 para que puedan brindar credibilidad a 
nuestra propuesta valor y nos brinde el soporte necesario para que el cliente 
opte por nuestra empresa. 
- Capacitación a la fuerza de ventas y a los ingenieros implementadores. 
En cuanto a la capacitación para la fuerza de ventas se capacitará al 
Supervisor Comercial sobre Gerencia de Negocios B2B. 
La capacitación para el ingeniero de implementaciones y soporte será de 
Implementador Líder en ISO 27001. 
La capacitación para el Jefe de Implementaciones será la de Integración de 
las normas ISO 27001 de Seguridad de la Información, 22301 de 
Continuidad de Negocios y 9001 de Calidad, así como la capacitación para 
la certificación de Project Management Profesional. 
- Reuniones con los clientes con la finalidad de generar funnel. 
- Las actividades de Marketing serán realizadas en conjunto con nuestro 
proveedor con la finalidad de afianzar el relacionamiento. Se participará 
en ferias de Ciberseguridad Internacionales que se realizan en Perú como: 
Infosecurity, Cibersecurity Bank and Goverment y Seguritec. La 
participación se dará financiada en su totalidad por nuestros proveedores. 
 
2.8 Aliados claves. 
Para Security Advisor es muy importante considerar socios claves: 
Centros de capacitación. 
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Proveedores de Seguridad de la Información. 
Seremos miembros de la organización internacional Cyber Security 
Protection Alliance (ICSPA) la cual apoya a las unidades de aplicación de la ley a 
nivel mundial en su lucha contra el delito cibernético. 
 
2.9 Estructura de costos. 
La estructura de costos se define de la siguiente manera:  
- Infraestructura tecnológica en la nube. 
- Planilla de empleados. 
- Alquiler de oficinas. 
- Software y Hardware para la implementación de la consultoría. 




A inicios de 1970 fue creado el primer virus llamado “Creeper” que fue 
realizado por Bob Thomas, el cual se replicaba en las computadoras que estaban en 
una misma red mostrando el mensaje “Soy una enredadera, atrápame si puedes”. Esto 
originó que se creara el primer antivirus.  
Entre los años 1976 y 2006, Greg Chung de Boeing robó 2 billones en 
documentos de aeroespacio que entregó a China. Fueron 225,000 páginas que 
contenían información sensible que fueron encontrados en su casa.  
En el 2013, Edward Snowden, formó la Agencia Central de Inteligencia 
que copiaba y filtrada información clasificada de la Agencia Nacional de Seguridad. 
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Durante el 2014, Yahoo reportó una brecha de seguridad por un grupo de 
hackers que ponía en peligro 3 billones de cuentas de usuarios. En este ciberataque se 
mostraba nombres, contraseñas, preguntas y respuestas de seguridad. 
En el 2017, Equifax fue vulnerado con información comprometida por 143 
millones de dólares. Los hackers accedieron a 209,000 tarjetas de créditos de clientes. 
Los ataques cibernéticos ocurren diariamente y están en constante 
evolución. Desde gusanos informáticos hasta grandes intrusiones a los datos, los 
ataques vienen en todas las formas y tamaños. Solo en el último cuarto de siglo, los 
ataques cibernéticos han evolucionado desde pequeños ataques creados por estudiantes 
de secundaria a ataques patrocinados por el estado que comprometen las elecciones 
presidenciales. 
Mientras las amenazas continúan desarrollándose, también lo hace la 
defensa contra ellos. Es importante recordar estos eventos pasados para combatir 
ataques inminentes.  
Los hackers no se van: con el cambio en la tecnología viene el cambio en 
el crimen, y los cibercriminales están trabajando más duro que nunca. Es importante 
estar siempre alerta y mantenerse al día con las tendencias importantes para que usted 
y su organización estén lo más seguros posible. 
Cibercrimen en la actualidad 
Durante febrero del 2015, Kaspersky Lab informó sobre el cibercrimen 
que se cometió por el grupo The Carbanak Group (Meyer, 2018), lo que lograron estos 
delincuentes fue robar un billón de dólares a través de los bancos. Esto se concretó a 
través de que podían ingresar a información de las tarjetas de los clientes de los bancos 
y de esta manera realizaban transacciones de movimientos dinero que parecían 
rutinarias sin embargo tenían la finalidad de apropiarse del dinero. Debido a que 
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aparentemente eran transacciones validas no fueron detectadas por los bancos. (Rojas 
& Macha Romero, 2017) 
De manera similar en el 2014, Sony Pictures fue víctima de un cibertaque 
en donde los hackers lograron acceder a la propiedad intelectual. Se apropiaron de 
información sensible para la empresa como fue correos, trailers, películas y guiones 
de próximas películas generando perdidas de dinero cuantiosas. (Rojas & Macha 
Romero, 2017). Lo cual ponía en evidencia la estrategia de la empresa y permitía que 
la competencia pudiese utilizar esa información a su favor como ventaja competitiva. 
Ley de Protección de Datos Personales N° 29733 
Esta Ley tiene el objetivo de garantizar el derecho fundamental de proteger 
los datos personales realizando un adecuado tratamiento a los mismos.  (Gestión, 2015) 
Esto es de importancia para las empresas debido a que estas almacenan 
datos digitales de los clientes, proveedores y de los colaboradores. Si los datos 
personales registrados en los sistemas informáticos de las empresas fuesen vulnerados 
con la finalidad de acceder de la manera ilegal, pondría en evidencia información que 
permitiría identificar a una persona como puede ser nuestros documentos de identidad, 
edad, domicilio, número telefónico, nombres, correo personal o inclusive nuestra 
información sensible como nuestro estado de salud, ADN, huella digital. 
De acuerdo a lo mencionado, esto resulta relevante porque nuestra 
información personal y sensible almacenada en un sistema informático nos expone en 
una posición vulnerable frente a un ciberatacante. 
Ley de Delitos Informáticos 
La presente Ley tiene por objeto prevenir y sancionar las conductas ilícitas 
que afectan los sistemas y datos informáticos, cometidas mediante la utilización de 
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tecnologías de la información o de la comunicación, con la finalidad de garantizar la 
lucha eficaz contra la ciberdelincuencia. (El Congreso de la República del Perú, 2013) 
Lo que se busca con esta Ley es sancionar al que accede sin permiso o 
autorización a todo o parte de un sistema informático a través de un mecanismo de 
vulneración del sistema de seguridad establecido. 
Esto incluye al que daña, borra, deteriora, altera, suprime, malogra, 
introduce o hace inaccesible los datos informáticos de manera ilegítimamente. 
Convenio Budapest  
El acuerdo se creó para enfrentar los delitos cometidos a través de internet 
y otras redes informáticas, como infracciones de derechos de autor, fraude informático, 
pornografía infantil, entre otros cargos. (EFE, 2019) 
Este convenio busca encontrar mecanismos rápidos y eficaces de 
cooperación internacional, así como establecer poderes y procedimientos para la 
tipificación de los delitos contemplados en el acuerdo. 
Este convenio surge debido a la necesidad de luchar contra la 
ciberdelincuencia con la finalidad de asegurar la seguridad digital de las personas y las 
empresas de nuestro país. De esta manera se podrá aplicar penas a quienes cometan 
delitos informáticos en perjuicio de una persona natural o jurídica cometiendo estos 
delitos en los países que conforman este convenio o refugiándose en los mismos. 
Mercado de ciberseguridad en Perú  
Es cada vez más común encontrar sitios web falsos, páginas de redes 
sociales de marcas reconocidas e instituciones bancarias peruanas. Las páginas de 
maquetas bien elaboradas ofrecen descuentos o campañas especiales con el único 
propósito de engañar a los usuarios para que realicen compras o transacciones al 
proporcionar sus datos bancarios y sus credenciales personales en Internet. 
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Debido a la implementación de infraestructura mejorada y desarrollo 
técnico, cada vez más consumidores en Perú realizan sus transacciones y compras en 
línea para adaptarse a los productos digitales disponibles. Un nuevo tipo de 
delincuentes está operando en el ciberespacio peruano y al mismo tiempo se puede 
observar una migración del crimen físico al crimen cibernético. 
El mercado de ciberseguridad en el país representa US$180 millones. 
(Patiño) 
De lo mencionado podemos destacar que es un mercado que se encuentra 
en desarrollo dado ya que actualmente existen muchas empresas en las cuales no se 
está aplicando la ciberseguridad. 
PBI invertido en Ciberseguridad 
La inversión que realizan las empresas peruanas en la protección de la 
información de sus clientes y consumidores, conocido como ciberseguridad, solo 
asciende al 0.07% del producto bruto interno (PBI)  (Peruano, 2018) 
Sin embargo, esta inversión se considera baja con respecto a otros países 
como Estados Unidos que consideran un 0.20% del PBI. 
A pesar de haberse registrado un incremento del 600% en los ciberataques, 
solo un 20% de las empresas peruanas invierten el ciberseguridad, es necesario 
considerar un mayor nivel de información para mejorar los índices (Peruano, 2018). 
De lo contrario seremos vistos como un mercado vulnerable para los atacantes de 
ciberseguridad. 
Ciberataque a los bancos del Perú 
Durante el fin de semana del 17 al 19 de agosto de 2018, se produjo un 
ataque contra bancos peruanos que obligaron a al menos un banco a retirar sus 
servicios de banca por Internet y algunas transacciones con tarjeta. Hubo informes de 
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que una nueva variedad de ransomware estaba involucrada. El alcance del daño 
causado no está claro. 
Esto se produjo por un virus que aprovechó alguna debilidad de seguridad 
para apropiarse de información confidencial y secuestrar la misma para luego solicitar 
un rescate mediante el pago de una recompensa a través de Bitcoins (moneda 
electrónica que no muestra la identidad del que esta realizando o solicitando la 
transacción). 
Debido a este acontecimiento, algunos bancos como el Banco de la Nación 
tuvieron que suspender sus operaciones de manera preventiva dado que su información 
se encontraba comprometida por el virus que había ingresado a su sistema de 
información digital. Esto se informó a través de un comunicado que lanzó el banco 
indicando que suspendería las operaciones bancarias vía internet y a través de APP 
móvil ante alerta informática. (Nación, 2018) 
Luego se dio a conocer que existía otros bancos que también se 
encontraban comprometidos como el banco Interbank y por lo cual restringían el 
acceso a algunos servicios en sus tiendas financieras. (21, 2018)  
4.  Análisis de entorno 
En este acápite explicaremos como hemos realizado la evaluación del 
entorno de nuestra idea de negocio. Con esto lograremos conocer la influencia del 
entorno que posee en la industria en el modelo de negocio. La herramienta que 
utilizaremos es la del análisis PESTE que comprende los siguientes factores: Fuerzas 
Políticas, Económicas, Sociales, Tecnológicas, y Ecológicas. Esto nos ayudara a tener 
en cuenta las tendencias que afectan a nuestra a idea de negocio, brindando a nuestro 
proyecto holgura para realizar acciones ante los cambios que pudiesen existir en el 
entorno del desarrollo del plan de negocio.  
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4.1 Factores políticos y legales (P). 
La vigente Ley de Protección de Datos Personales – Ley 29733 tiene por 
finalidad garantizar la protección de la privacidad de las personas, asimismo, exige 
que el procedimiento de los datos personales sea seguro y confiable, de manera que no 
se utilice la información de manera ilícita en perjuicio de las personas. 
Por lo tanto, las empresas están obligadas a brindar un uso adecuado de los 
datos personales de sus clientes, colaboradores, proveedores y otras personas 
relacionadas con su actividad.  
La vigente Ley de Delitos Informáticos Nº 30096 tiene el objetivo de 
prever y castigar las acciones ilícitas que van en contra de los sistemas informáticos, 
realizadas a través del uso de tecnologías de la información. 
Generalmente los delitos informáticos tienen el objetivo de generar 
ganancias para los delincuentes informáticos. Un impacto primario del delito 
cibernético es financiero, el cual puede incluir varios tipos de actividades delictivas 
con fines de lucro, incluidos fraude por correo electrónico e internet y suplantación de 
identidad, así como intentos de robo de cuentas financieras o tarjetas de crédito. 
 Los ciberdelincuentes pueden ingresar a la información privada de las 
personas, así como acceder a la de las empresas. En un sentido amplio, comprende a 
todas aquellas conductas en las que las TIC son el objetivo. 
Tabla 1 Factores políticos y legales para el proyecto Security Advisor 
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La ley promueve el 
salvaguardo de data 
personal y sensible de 
aquellas personas que 
brindan estos datos a 
empresas ya sea como 
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La Ley promueve no 
dejar impune los 
delitos cometidos a 
través de un medio de 
cibernético. 
Genera mayor 
confianza en las 
empresas ya que 






4.2 Factores económicos y financieros (E). 
De acuerdo al estudio de Forbes, este 2019 la ola del cibercrimen 
alcanzaría los 2.1 trillones de dólares en pérdidas económicas a nivel mundial. 
En Latinoamérica, los ataques cibercrimen representan USD 76 mil 766 
millones de dólares. Como se muestra en la Figura 1, el Perú se encuentra en el séptimo 
lugar en lo que respecta a los ciberataques, generando pérdidas de más de 4 mil 
millones de dólares. 
Y gran parte de estas pérdidas no son detectadas porque los ataques están 
diseñados para un objetivo específico. Generalmente los ciberataques están enfocados 
en vulnerar, exfiltrar o destruir datos confidenciales.  
Actualmente el Perú es un mercado atractivo para los hackers, porque aún 
no se adoptado políticas que velen la seguridad de la información, lo cual es un riesgo 
bastante alto. 
El mercado de ciberseguridad en el país es de US$180 millones, según el 
ejecutivo.   (Patiño) 
Tabla 2 Factores económicos y financieros para el proyecto Security 
Advisor 
Variable Tendencia Efecto Probable O/A 
Perú registraría 
pérdidas de 
alrededor de USD 4 
mil millones de 






clientes que estén 






dólares para en el 
2019. 
Seguridad de la 
Información 
El mercado 
de ciberseguridad es 
US$180 millones en 
el Perú. 
Mayor demanda 
de servicios de 
seguridad de la 
información. 
Se generará un 
aumento en la 
oferta de los 
servicios de 




4.3 Factores sociales, culturales y demográficas (S). 
En la actualidad aún no se cuenta con una Plan Nacional de 
Ciberseguridad, en consecuencia, las autoridades siguen actuando de manera 
individual. Tampoco se considera un programa que educación sobre la ciberseguridad 
y el impacto que puede generar. Este tema aún sigue pasando desapercibido para la 
mayoría del país  (Guerrero, 2016). 
Tabla 3  Factores sociales, culturales y demográficos para el proyecto 
Security Advisor 
Variable Tendencia Efecto Probable O/A 
Baja concientización 
sobre las amenazas 
informáticas. 
Mayor proliferación de 
ciberataques 
Apertura a Servicios de 
Seguridad de la 
Información 
O 
 Falta de conciencia sobre 
la importancia de la 
ciberseguridad 
No existe un responsable 




4.4  Factores tecnológicos y científicos (T). 
La ciberseguridad será la base para la transformación digital en todas las 
empresas a nivel mundial dado que el ámbito competitivo donde nos encontramos, 
exige adoptar estrategias de transformación digital con el fin de mejorar la experiencia 
del usuario, optimizar los procesos operativos y seguir actualizando los modelos de 
negocios.  
En la actualidad no es una novedad tener guardado nuestros archivos en la 
nube, tener una red social, utilizar la inteligencia artificial y navegar por el internet, 
30 
 
sin embargo, esto ha ocasionado que el consumidor este más empoderado lo cual 
genera rupturas en toda la cadena de los negocios. 
Independientemente de la industria, la interconexión ya es percibida como 
necesaria para alcanzar la innovación. 
Por lo tanto, la empresa que este más conectada con el cliente y este más 
preocupada en innovar, adaptarse y crear su propio camino podrá tener la ventaja. 
Sin embargo, uno solo puede acceder a la innovación si lo hace con 
ciberseguridad. Por ello, este segmento crece a pasos agigantados. Uno de los 
principales retos que enfrenta es la falta de profesionales en el mercado no solo en la 
escala regional, sino global. 
Con respecto a las distintas industrias, la banca es la más preocupada por 
la seguridad digital. De hecho, en Latinoamérica, es el rubro número uno en términos 
de inversión. 
El retail, los servicios y algunos gobiernos ya trabajan en fortalecer sus 
sistemas de seguridad, pero todavía queda mucho camino que recorrer. 
El mundo va hacia la nube pública, que se convertirá en un servicio tan 
vital como lo es la electricidad. 
Tabla 4 Factores tecnológicos y científicos para el proyecto Security 
Advisor 
Variable Tendencia Efecto Probable O/A 
La seguridad será la 
base para la 
transformación 
digital en todas las 
industrias a nivel 
mundial. La nube, 
las redes sociales, la 
movilidad, la 
inteligencia artificial 
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4.5 Factores ecológicos y ambientales (E). 
En el ámbito específico del medio ambiente, los servicios de 
telecomunicaciones aportan soluciones innovadoras. Ofrecen enormes oportunidades 
a efectos de la prevención de las consecuencias del cambio climático y de la gestión 
de la energía a través del recurso a tecnologías punteras tales como las 
teleconferencias, las conferencias a través de la web y el teletrabajo. También 
desempeñan un papel esencial en lo que atañe a la disminución de los gases de efecto 
invernadero. Así pues, es importante que comprendamos mejor sus efectos sobre el 
consumo de energía y sobre la naturaleza. 
De manera similar, las empresas que realicen su actividad en el rubro de 
las TIC tienen que procurar desarrollar unos sistemas de fabricación que no pongan en 
peligro el medio ambiente, a fin de disminuir al mínimo los efectos dañinos para la 
población y el ecosistema que se derivan de la utilización de las TIC.  
El éxito de estas actividades que aportan a la sostenibilidad 
medioambiental también están ligadas a la ciberseguridad, la cual debe contar con un 
plan de respuesta ante un ciberataque que ocasione perdidas, robo y/o manipulación 





consumidor y causan 
rupturas en todas las 
cadenas de negocios. 
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Tabla 5 Factores ecológicos y ambientales para el proyecto Security 
Advisor 
















4.6  Matriz de evaluación de factores externo (MEFE). 
La matriz de evaluación de factores externos (MEFE) nos ayuda a tener 
una visión sobre los factores políticos, gubernamentales, y legales; económicos y 
financieros, sociales, culturales, y demográficos; tecnológicos; y, ecológicos y 
ambientales presentados en el análisis FODA, luego de ello se calcula los resultados a 
través de las oportunidades y amenazas identificadas en el entorno. (Quispe Chaina, 
Rebatta Cespedes, & Sillo Sillo, 2016) 
Tabla 6 Matriz de evaluación de factores externos (MEFE) para el 
proyecto Security Advisor 
 
  Factores determinantes de éxito Peso Valor Puntaje 
Ponderado  
Oportunidades 
   
1 Transformación digital en las empresas 22% 4 0.44 
2 Legislación sobre los delitos 
informáticos 
15% 3 0.45 
3 Baja concientización sobre seguridad 
de la información 
15% 3 0.45 
4 Crecimiento del mercado de 
ciberseguridad 
15% 3 0.45 
5 Las TIC como apoyo para 
sostenibilidad ambiental 
10% 2 0.20 
 
Amenazas 
   
1 Corrupción en estado gubernamental 10% 3 0.30 
3 Aun no hay una cultura organizacional 
orienta a la ciberseguridad 
15% 3 0.45 





El total ponderado muy por debajo de 2.5 describen a las empresas que son 
débiles en lo externo. Sin embargo, nuestra calificación total es de 2,74 lo cual indica 
que tenemos la fortaleza para aprovechar las oportunidades que tenemos y explotarlas 
al máximo. 
Asimismo, si comparamos el peso ponderado total de las oportunidades 
contra de las amenazas, indican que las fuerzas externas son propicias para la empresa 
con una calificación total de 1,99 contra 0.75 de las amenazas.  Esto significa que el 
ambiente externo es optimista para la empresa. 
 
5. Plan Estratégico 
Para el plan estratégico se construirá la misión, visión, valores y 
objetivos. Además, se analizará la matriz FODA, con la finalidad de definir 
estrategias para el plan de negocios. 
5.1 Misión. 
“Asegurar la disponibilidad, integridad y confidencialidad de la 
información crítica de la empresa a través de nuestro servicio de Seguridad de la 
Información. Asesorándolos mediante nuestros profesionales expertos en el proceso 
de venta y postventa”. 
5.2 Visión. 
 “Ser reconocida como una empresa líder en servicios de consultoría en 
Seguridad Información”. 
5.3 Valores 
Trabajo en equipo: Debido que nuestros procesos involucran al área 
comercial y al área de implementaciones, es necesario trabajar en equipo para poder 
llevar el flujo de atención del cliente para lograr la satisfacción del servicio brindado. 
34 
 
Adaptabilidad: Debido a que estamos en constante cambio en el ámbito de 
la tecnología que influye en temas sociales y culturales necesitamos estar 
preparados para poder asumir estos procesos cambiantes. 
Liderazgo: Con esta capacidad pretender dirigir a otros en camino a un fin, 
pero sobre todo de dirigirnos a nosotros mismos. 
Calidad: Generar valor a los clientes ofreciéndoles condiciones de uso del 
producto o servicio superando sus expectativas del cliente  
Innovación: Desarrollar nuevos productos, ofrecer nuevos servicios y 
mejorar continuamente nuestros procesos. 
Empatía: Reconocer y entender los sentimientos, ideas, conductas y 
actitudes de nuestros clientes. 
Responsabilidad: Característica positiva que demuestra que somos 
capaces de comprometernos y actuar de manera correcta con nuestros 
clientes. 
Compromiso: Sacar al máximo nuestras capacidades en todas las tareas 
asignadas en beneficio de nuestros clientes. 
Al comprometernos, ponemos al máximo nuestras capacidades para sacar 
adelante la tarea encomendada en beneficio de nuestros clientes. 
Confianza: Generar transparencia y seguridad a nuestros clientes en todo 
el proceso de pre y post venta 
Honestidad: Nuestro servicio se basa en el contacto directo con nuestros 
clientes lo cual es importante mantener y cuidar las relaciones 





5.4 Objetivo General 
Ingresar al mercado Seguridad de la Información a Security Advisor de 
forma sostenible y rentable en el tiempo. 
5.5  Objetivo Estratégico 
Recuperar el capital de inversión en el segundo año. 
Posicionar a Security Advisor como una empresa referente en Seguridad 
de la Información en cinco años. 
Posicionar el servicio post venta de Security Advisor como el más 
proactivo en cinco años. 
5.6 Análisis FODA 
Figura 3 Matriz FODA para Security Advisor 
Matriz FODA Security Advisor 
INTERNOS 
Fortaleza Debilidades 
F1: Relacionamiento con fabricantes 
de Seguridad Informática. 
F2: Cartera de clientes 
F3: Certificaciones en tecnología de 
Seguridad Informática 
F4: Modelo de negocio orientado al 
cliente. 
D1: Poco personal 
D2: Bajo capital. 
D4: Falta de reconocimiento de 







Oportunidades FO DO 
O1: Transformación digital en las 
empresas. 
O2: Mercado dinámico. 
O3: Ingreso de startup al mercado. 
O4: Servicios Cloud (CRM, 
Contabilidad, RRHH, etc.) 
O5: Pocos especialistas en seguridad 
informática. 
1. Realizar eventos de 
confraternidad con los 
fabricantes y emprendedores. 
(F1, O3) 
2. Gestionar adecuadamente la 
cartera de clientes con campañas 
de fidelización. (F2, F4, O2) 
3. Crear campañas de comunicación 
que muestre las certificaciones y 
la importancia de contar con un 
plan de seguridad informática. 
(F3, O3, O4) 
4. Crear eventos de transformación 
digital donde involucre a 
expertos en seguridad 
informática como expositores. 
(F1, O1, O5) 
 
 
1. Realizar un plan de 
concientización con el personal 
de ventas. (D1, O2) 
2. Presentarnos a proyectos del 
sector privado para generar 
experiencia en el sector. (D2, 
O2) 
3. Crear campañas de 
comunicación que muestre las 
certificaciones y la importancia 
de contar con un plan de 
seguridad informática. (D4, O1, 
O2, O4, O5) 
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Amenazas FA DA 
A1: Empresas informáticas con 
mayor tiempo en el mercado. 
A2: Empresas informáticas con 
mayor respaldo financieros. 
A3: La seguridad informática no 
forma parte de la cultura 
organizacional de las empresas. 
1. Crear campañas de comunicación 
que muestre las certificaciones y 
la importancia de contar con un 
plan de seguridad informática. 
(F3, A1, A2, A3) 
2. Crear eventos de transformación 
digital donde involucre a 
expertos en seguridad 
informática como expositores. 
(F1, A3) 
 
1. Ingresar al mercado con un 
mensaje que este orientado al 
cliente. (D4, A1) 
2. Utilizar la nube para alojar 
nuestra infraestructura 
tecnológica. (D2, A2) 
3. Crear eventos de 
transformación digital donde 
involucre a expertos en 
seguridad informática como 
expositores. (D4, A3) 
 
 
5.7  Análisis de las cinco Fuerzas de Porter 
Este análisis nos permitirá conocer como estamos ubicados en el mercado 
y que es lo que necesitamos para poder competir con nuestros rivales y con ello definir 
nuestra mejor estrategia. 





5.7.1 Estrategia de negocio. 
La estrategia considerada para Security Advisor es la de Liderazgo en 
diferenciación que contempla asegurar la disponibilidad, integridad y confidencialidad 
de la información crítica de la empresa a través de nuestro servicio de Seguridad de la 
Información. 
Asesorándolos mediante nuestros profesionales expertos en el proceso de 
venta y postventa.  
5.7.2 Poder de negociación de proveedores. 
El poder de negociación con los proveedores es medio debido a que existe 
un número importante de proveedores y existe un bajo de costo de cambio de este. Sin 
embargo, existe una alta contribución de los proveedores a la calidad del servicio y 
también contribución en los costos que nos brindan lo que se refleja en descuentos. 
Es por ello que consideramos que es poder de negociación es medio ya que 
el proveedor como la empresa entregan valor al cliente final. 
5.7.3 Poder de negociación de compradores. 
Actualmente en el mercado no existe una fuerza de ventas especializada en 
servicios de seguridad de la información, como indica el resultado de la pregunta N°19 
de nuestra encuesta, en la que los clientes consideran que los ejecutivos no se 
encuentran debidamente capacitados para abordar un proyecto de seguridad de la 
información. 
 Además, también indican que existe un bajo de cambio de proveedor 
debido a que considera que no le agrega valor a la compañía, tal como la indica la 
pregunta N°18 de nuestra encuesta. 
Es por ello que se considera que el poder de negociación con los 
compradores es alto. 
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5.7.4 Rivalidad de competidores. 
En el mercado actual existen diversos competidores los cuales no se 
encuentran diferenciados de acuerdo con la información proporcionada en la 
encuesta. 
 Tendencia a participar en la industria de Seguridad de la Información. 
 Diversidad de servicios de competidores. 
 
5.7.5 Amenazas de entrantes. 
Actualmente no existe una identificación de la marca según lo indicado en 
las encuestas por lo que considera baja esta amenaza. 
 
5.7.6 Amenazas de sustitutos. 
Actualmente no existe algún servicio o producto que pueda sustituir a la 
seguridad de la información ya que las empresas se encuentran en constante adaptación 
de los flujos de negocios hacia la tecnología. Con las estrategias seguridad de la 
información cierran algunas brechas, pero debido a las tendencias tecnológicas como 
lo son la inteligencia artificial, la movilidad, la nube, entre otras; abren otras brechas 
de seguridad. 
En ese sentido la seguridad de la información es constante y esencial en la 
estrategia de la empresa. 
 
5.7.7 Matriz Perfil Competitivo (MPC). 
Se han identificado a los principales competidores de la empresa, así como 
sus fuerzas y debilidades particulares, en relación con una muestra de la posición 
estratégica de la empresa.  
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Tabla 7 Matriz del perfil competitivo (MPC) para el proyecto Security 
Advisor 
                        Security Advisor NeoSecure (Lima) Securesoft (Lima)              
Factores críticos para 
el éxito 






Participación en el 
mercado 
0.30 1 0.30 2 0.60 3 0.90 
Competitividad de 
precios 
0.15 3 0.45 2 0.30 2 0.30 
Posición financiera 0.10 2 0.20 3 0.30 3 0.30 
Calidad del servicio 0.25 4 1.00 3 0.75 3 0.75 
Lealtad del cliente 0.20 3 0.60 3 0.60 3 0.60 
Total 1.00   2.55   2.55   2.85 
 
De acuerdo con el análisis de las cinco fuerzas de Porter, se identificó los 
principales competidores en el sector de seguridad informática. Asimismo, se 
identificó los factores clave de éxito para el sector con el fin de ponderarlos según su 
importancia y peso determinado. Según nuestra calificación contamos con debilidad 
en la participación de mercado frente a los dos competidores (NeoSecure y 
Securesoft). Asimismo, el tener buen relacionamiento con los proveedores nos permite 
tener precios más competitivos que la competencia, por lo tanto, el éxito de nuestra 
empresa radica en nuestra propuesta de valor que brindar y mantener un buen servicio 
de calidad a nuestros clientes. 
5.7.8 Matriz Perfil Referencial (MPR). 
Para analizar la matriz MPR se ha considerado como referencia a dos 
empresas del sector informático a nivel de Sudamérica, así como sus fuerzas y 









Tabla 8 Matriz del perfil referencial (MPR) para el proyecto Security 
Advisor 
                     Security Advisor Netsecure (Chile) ETEK (Colombia)               
Factores críticos para 
el éxito 






Participación en el 
mercado 
0.30 1 0.30 4 1.20 4 1.20 
Competitividad de 
precios 
0.15 3 0.45 3 0.45 2 0.30 
Posición financiera 0.10 2 0.20 4 0.40 4 0.40 
Calidad del producto 0.25 3 0.75 3 0.75 3 0.75 
Lealtad del cliente 0.20 3 0.60 3 0.60 3 0.60 
Total 1.00   2.30   3.40   3.25 
 
 
Con lo que respecta a la matriz del perfil referencial MPR se considera 
como competencia a NetSecure y a ETEK, considerando las siguientes variables: La 
participación de mercado, teniendo presencia en los principales clientes del sector 
banca y gobierno. Siendo estos un factor representativo de confianza hacia el servicio 
que esta empresa ofrece. A su vez, también hemos considerado a NetSecure que es una 
empresa que tiene gran variedad de soluciones para todas las capas físicas y lógicas de 
la seguridad de la información. 
 
6. Análisis de Mercado 
El presente capítulo tiene como objetivo obtener información que permita 
determinar cuáles son las condiciones del mercado con la finalidad de tener 
información para la toma de decisiones de cuál es el mercado meta al que dirigiremos 
las estrategias que planteadas en el capítulo de Plan de Marketing. 
 
6.1  Tamaño de Mercado y Tasa de Crecimiento 
El tamaño de mercado está estructurado por empresas del sector público y 
privado de Lima, donde existen 66, 944 empresas entre pequeñas, medianas y 
empresas del sector público. (Informatica, 2016) 
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Tabla 9 Tamaño de Mercado 
Segmento Empresarial Año 2016 Empleados 
(Promedio al 
Año) 
Ventas anuales – UIT 
2019 S/.4,200 
Pequeña Empresa 56,325 1-100 Hasta 1,700 UIT (S/. 
7,140,00) 
Mediana Empresa 9,621 51-250 Hasta 2,300 UIT (S/. 
9,660,000) 
Administración Pública 998 - - 
 
En este primer filtro no se tomó en cuenta a las Microempresa debido a 
que son compañías en crecimiento y no podrían contar con los recursos suficientes 
para invertir en servicios de seguridad de la información 
6.2  Mercado meta y Segmentación del Mercado 
En esta segunda etapa se identificó que el 60% de las empresas no cuenta 
con un programa de inteligencia de amenazas: 
Tabla 10 Mercado Meta para Security Advisor 
Segmento Empresarial Año 2016 
Pequeña Empresa 33,795 
Mediana Empresa 5,773 
Administración Pública 599 
 
Se considera un total de 40,167 empresas que es el 60% (66, 944 empresas) 
de las empresas pequeñas, medianas y de administración pública en el Perú. 
 
6.3  Participación de Mercado Proyectada 
Se plantea tener una participación de mercado del 0.09% en las pequeñas 





Tabla 11 Participación de Mercado Proyectada para Security Advisor 
Segmento Empresarial Año 2016 
Pequeña Empresa 30 
Mediana Empresa 20 
Administración Pública 8 
 
Se considera un total de 58 empresas, esto va de acuerdo con nuestras 




Determinación del mercado total 
Elaboración propia: (1) INEI 2017 (2) INEI 2016 (3) Recuperando la ciberseguridad: 








Pequeña empresa, mediana empresa y 
administración publica
66,944 mil (2)
Empresas que no tiene un 
programa contra amenazas
40,167 mil (3)








6.4  Competencia Local y Mundial 
En cuanto a la competencia local existen empresas como NeoSecure, 
SecureSoft y Soluzioni que se encuentran abarcando el mercado de seguridad de la 
información. 
En cuanto a la competencia mundial existen empresas como Hynet en 
Argentina y NeoSecure en Chile, Argentina y Colombia que actualmente ofrecen los 
mismos servicios que Security Advisor. 
7. Enfoque en el Consumidor 
7.1 Investigación de Consumidor  
La importancia de conocer a nuestro consumidor a profundidad es clave 
para realizar la construcción del insight. Por ello se ha realizado una investigación de 
mercado de la siguiente manera: 
Fase Cualitativa: Con el fin de conocer sus preocupaciones, motivaciones 
y opiniones frente a este problema de los ciberataques. 
Fase Cuantitava: Con el fin de cuantificar el mercado en cuanto a razones 




Conocer las inquietudes, sugerencias, 
expectativas y recomendaciones de los 
encargados de Seguridad de la Información. 
Target 
Encargados de tecnología de la información 
de 30 a 55 años de NSE B y C de Lima 
metropolita. 
Muestra 
Se realizaron 05 entrevista a profundidad a los 
encargados de tecnología de la información. 
Técnica Entrevista a profundidad: 
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Utilización de guía de pautas, observar y 
registrar el lenguaje no verbal. Transcribir las 
grabaciones. 
Trabajo de campo 10 de enero al 12 de febrero del 2019 
Tabla 12 Detalle metodológico cualitativo. Elaboración propia. 
Hallazgos más resaltantes de la investigación cualitativa: 
 No ser reconocido dentro de la organización. 
 Falta de tiempo para organizar los planes estratégicos. 
 Las actividades del día a día hace que labro del TI sea más operativa que 
estratégica. 
Investigación Cuantitativa: 
Se realizo de acuerdo a las siguientes características: 
Público Objetivo: Hombres y Mujeres de 30 a 55 años de NSE B y C. 
Ámbito geográfico: Lima Metropolitana 
Tipo de muestra: Por conveniencia no probabilístico 
Tamaño de muestra: 50 personas  
Detalle metodológico 
Propósito 
Conocer las inquietudes, sugerencias, 
expectativas y recomendaciones de los 
encargados de Seguridad de la Información. 
Target 
Encargados de Tecnología de la información 
de 30 a 55 años de NSE B y C de Lima 
metropolita. 
Muestra Por conveniencia no probabilístico. 
Técnica 
Encuesta online realizada a los encargados del 
área de tecnología de la información. 
Trabajo de campo 28 de febrero al 30 de mayo del 2019 




La encuesta realizada y los resultados se encuentran en el anexo 1. Para 
construir esta encuesta se ha tomado en cuenta los testimonios de las personas 
entrevistadas en la fase de la investigación cualitativa. Los hallazgos más resaltantes 
son los siguientes: 
 Asegurar el cumplimiento legal y normativo. 
 Mejorar la seguridad de la información en toda la organización. 
 No contar con el presupuesto adecuado para las iniciativas de 
implementación de seguridad de la información. 
 Los administradores o dueños de las empresas no consideran muy 
importante el tema de la seguridad de la información. 
 
En conclusión, esta frustración de los encargados del área de la tecnología 
de la información hace que su trabajo se vuelva rutinario al no contar con tiempo para 
realizar acciones estratégicas que estén enfocados a la mejora continua, el cuidado de 
la información y ataques cibernéticos.  
Para ello se ha determinado el perfil de empresa (Anexo 9) y el perfil del 
consumidor de la siguiente manera: 
Figura 5 Perfil del Consumidor de Security Advisor 
 
METAS 
 Poder ascender en el trabajo. 
 Realizar una maestría. 
 Conseguir un puesto importante en otra empresa. 
 Estar preparado para todos los retos que implica 
trabajar en TI 
 FRUSTRACIONES 
 Desaprovechar el tiempo. 
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Jefe de Tecnología o Seguridad de la 
Información. entre 30 a 55 años. 
Vive en una zona B y C de Lima. 
 
 No crecer en su carrera profesional. 
 No demostrar su capacidad de gestión dentro de la 
empresa. 
Figura 6 Mapa de Empatía 








 No encuentra una alternativa en costo/beneficio que 
sea ideal. 
 Le frustra que luego de realizar la compra el 
vendendor se olvide del cliente. 
 No quiere asumir un ataque cibernetico. 
 No le resulta facil encontrar una empresa que 
entienda sus necesidades.  
 
RESULTADOS: 
 Desea mostrar una mejor gestion en TI. 
 Desea contar con un socio estrategico que lo apoye 
en momentos criticos. 
 Le motiva continuar en la busqueda de mejorar 




 Recomendaciones de colegas 
que están en el mismo rubro. 
 Charlas que brindan los 
fabricantes. 
 Webinars de empresas del 
rubro. 
¿QUÉ VES? 
 Hay mucha información 
disponible en internet y 
los proveedores también 
me lo envían. 
 Los proveedores realizan 
muchas preguntas vía 
correo y no resuelven los 
problemas que deseo. 
 Luego de suministrar un 
equipo, el proveedor se 
olvida completamente de 
su venta y solo piensa en 
futuras adquisiciones 
que pueda obtener. 
¿QUÉ DICE Y HACE? 
 Cuando me falta un proveedor, busco otras alternativas del 
mercado rápidamente. 
 Levanta toda la información para que luego presente su propuesta 
lo más antes posible. 
 Todos los otros proveedores dicen lo mismo. 
¿QUÉ PIENSA Y HACE? 
 Si busco alternativas diferentes, la propuesta debe 
ofrecer buenas mejoras técnicas y a un precio accesible  
 Todo debe estar en perfecto funcionamiento. 
 Deseo que me consideren como un cliente importante.  
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En lo que respecta al perfil de empresa se considera a la pequeña y mediana 
empresa y a la administración pública tomando en consideración la cantidad de 
usuarios aproximada que tiene cada una de estas, además de la facturación alcanzada. 
Se toma en consideración que la organización privada o pública no contemple más de 
300 usuarios. 
Con esas variables podremos definir nuestra capacidad de atención de 
acuerdo a cada uno de nuestros productos. 
En cada uno de estos perfiles se han definido necesidad y características 
principales para poder entender a los tipos de empresas de nuestro segmento objetivo. 
 











7.2 Proceso de decisión de compra del consumidor 
Situaciones previas a la fase de compra 
El responsable de Tecnologías de la Información se comporta de diferentes 
formas de acuerdo con el nivel de complejidad del servicio que va a tomar. Es por ello 
que hemos planteado tres situaciones previas a la compra: 
 Compra compleja: 
Suelen ser de alto valor, de compra poco frecuente o relacionado a la 
innovación. En este tipo de compra el cliente va a tomar alrededor de 6 meses para la 
toma de decisión. Por lo general suele ser una compra de un ticket por encima de los 
USD 30,000.00. 
En este tipo de situaciones de compra se debe realizar las siguientes 
actividades: 
- Generar una visita entre el cliente y el fabricante de seguridad de la 
información con el propósito de generar una relación de confianza. 
- Realizar seguimiento con la finalidad de tener la información necesaria 
de los factores que involucran el proyecto: Presupuesto, actual proveedor, 
persona decisora, persona influenciadora, competencia, fecha de cierre, 
persona encargada de emitir la orden de compra, forma de pago, etc. 
Compra descartando las diferencias: 
Este tipo de situación de compra se suele dar en las organizaciones 
administración pública en que requieren un aval externo que acredite que el 
servicio ofrecido será el óptimo. 




- Definir cuál es la entidad externa que está utilizando el responsable de TI 
para medir a sus postores: Cuadrante Mágico de Gartner, NSS Lab, etc. 
- Generar una visita entre el cliente y el fabricante de seguridad de la 
información con el propósito de generar una relación de confianza. 
- Realizar seguimiento con la finalidad de tener la información necesaria de 
los factores que involucran el proyecto: Presupuesto, fecha de lanzamiento 
del concurso, persona decisora, persona influenciadora, competencia, 
penalidades que afectan al proyecto, etc. 
Compra habitual:  
En estos casos el responsable de TI no suele ser muy exigente porque 
generalmente se tratan de servicios de uso cotidiano como podría ser un switch, router 
o tal vez un antivirus por lo que está compra no dura más de un mes. 
En este tipo de situaciones de compra se debe realizar las siguientes 
actividades: 
- Realizar visitas de seguimiento para conocer los siguientes factores que 
involucran la compra: Presupuesto, actual proveedor, persona decisora, 
persona influenciadora, competencia, fecha de cierre, persona encargada 
de emitir la orden de compra, forma de pago, etc. 
Luego de haber reconocido en qué tipo de situación de compra se 
encuentra el responsable de TI identificamos cada una de las etapas: 
Proceso de compra 
a. Reconocer o Generar la necesidad: El consumidor identifica la necesidad, 
sabe cuál es su insatisfacción y busca lo que desea conseguir o se genera 
la necesidad a través de las visitas comerciales que tienen el objetivo de 
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mostrarle al consumidor las tecnologías emergentes y como estas ayudan 
a la mejora de la productividad de la empresa.  
En general el estímulo de estas necesidades se consigue mediante visitas, 
workshop, eventos corporativos, etc. 
b. Búsqueda de información: El responsable de TI suele buscar información 
antes de reunirse con alguna empresa. Generalmente lo hace de dos 
maneras: Manera pasiva, limitándose a recibir la información a través de 
publicidad por correo electrónico o por algún evento de marketing al que 
haya asistido. O de manera proactiva, a través de la búsqueda de 
información en foros, internet o consultando con sus colegas. 
c. Evaluación de postores: A partir de la información recopilada, se inicia las 
entrevistas con los proveedores, los cuales pueden cumplir con los 
requerimientos solicitados para evaluar los beneficios que cada una de 
estas le ofrece. 
d. Decisión de compra: La evaluación de alternativas es un factor importante 
en la decisión de compra, sin embargo, hay otros factores que deben ser 
tomados en cuenta como son el tiempo de ejecución del proyecto, el valor 
agregado que se ofrece, etc. Es por ello, que es muy importante conocer 
como está conformada la organización para influir sobre las personas que 
intervienen el proceso de compra, como podría ser el área de compras, 
presupuesto, finanzas. 
Identificando los tipos de compra se puede establecer la correcta 
comunicación que nos permita controlar el proceso de compra a nuestro 




También es importante tener en consideración la etapa de postventa: Una 
vez que el cliente haya adquirido nuestro servicio, la satisfacción o la insatisfacción 
determinará que se repita el acto de compra o que, por el contrario, no vuelva a 
cómpralo e, incluso, no lo recomiende a sus colegas. 
Por lo tanto, es muy importante cumplir con los acuerdos a nivel de 
servicio pactados con el cliente para lograr la satisfacción y que esto se pueda 
capitalizar a través de los referidos. De esta manera convertir al cliente en un 
embajador de nuestra de marca y comparta la experiencia de haber trabajado con 
Security Advisor. 
 
7.3 Posicionamiento de Marca 
Para que nuestra marca Security Advisor pueda tener un posicionamiento 
en el tiempo, es necesario construir una comunicación activa de los atributos, 
beneficios o valores al público objetivo seleccionado. Estos atributos y beneficios 
deben generarle valor al consumidor, de lo contrario no serviría de nada construir una 
estrategia de posicionamiento de marca. Asimismo, los consumidores cada vez son 
más exigentes a la hora de decidir la compra de un producto.  
Por lo tanto, Security Advisor está enfocado en asegurar la disponibilidad, 
integridad y confidencialidad de la información crítica de la empresa a través de 
nuestro servicio de Seguridad de la Información. 
Asesorándolos mediante nuestros profesionales expertos en 
Ciberseguridad en el proceso de venta y postventa, con el fin de generar un 
compromiso continuo en nuestros clientes, brindar tranquilidad y reducir los costos 


















“Para los responsables del área de Tecnología de la Información que se 
preocupan por la confidencialidad, integridad y disponibilidad de la información 
crítica de la empresa, Security Advisor es la primera en ofrecer servicios de Seguridad 
de la Información, mediante profesionales expertos en Ciberseguridad que brindaran 







 Honestidad en el 
desarrollo del 
negocio. 






 Postura de seguridad en el cliente. 
 Ahorro de costos frente a vulnerabilidades de 
ciberataques. 
 Preservar la confidencialidad, la disponibilidad e 
integridad de los activos de la información. 
 Mitigar los riesgos. 
 
 Servicios especializados orientados a las necesidades del cliente. 
 Ingenieros implementadores especializados en Seguridad de la Información 
 Precios competitivos por el buen relacionamiento con los proveedores 




7.4 Neurociencia aplicada al Marketing 
Se plantea como parte de la estrategia de comunicación establecer una 
estrategia alineada a la neurociencia mediante la acción de influir en las decisiones de 
compra. 
Con la finalidad de lograr el propósito de lograr las ventas, se propone 
realizar una estrategia aplicada a los tres cerebros: Neocórtex, Límbico y Reptil. 
- Neocórtex: Se asocia con datos de preprocesamiento y deducción. Los 
hallazgos que alcanza esta capa se comparten con los otros cerebros que son el Límbico 
y Reptil. 
Este cerebro se siente feliz cuando aprende, cuando anticipa una 
recompensa futura. (Alvarado, 2014) 
- Límbico: Se asocia con los sentimientos y procesos emocionales que 
podría haber experimentado en un momento dado. Se podría decir que es 
la base de lo que algunos llaman sentimientos viscerales. Por supuesto, 
todo lo que esta parte del cerebro siente se comunica con los otros dos 
cerebros. 
Este cerebro se siente feliz cuando siente confianza y genera vínculos 
sociales o cuando adquiere mayor estatus. (Alvarado, 2014) 
- Reptil: El tercer cerebro se llama el Cerebro Reptiliano, que es donde 
finalmente se toman todas las decisiones. Esta parte del cerebro absorbe 
toda la información que los otros dos cerebros han recopilado y la utiliza 
para formular la mejor decisión. 








La presentación que realizarán los ejecutivos comerciales iniciará la 
exposición dirigiéndonos al Cerebro Neocortex, le comentamos acerca de los de casos 
ciberataques hacia las empresas que han sido de conocimiento público y los problemas 
que han generado en las corporaciones como la pérdida de productividad y/o 
información que se traduce en la pérdida de dinero. 
1. El consumidor recurre al Límbico, hacia a los recuerdos para encontrar 
experiencias pasadas y con ello reacciona con un sentimiento de agrado o 
desagrado para que nos pueda manifestar su preocupación y problemática. 
2. En ese sentido, ya estamos en el cerebro reptil que es aquel que busca 
evitar situaciones perjudiciales para sí mismo. 
3. Finalmente, el cerebro Reptil busca una explicación racional y lógica a 
las acciones que realizará con esto se permite continuar con la negociación 





7.5 Propuesta de Valor 
Para responsables de Tecnologías de la Información, que actualmente se 
encuentran insatisfechos por no tener herramientas que les ayude a afrontar los 
ciberataques, lo cual genera que expongan información crítica de la empresa, Security 
Advisor brinda un servicio que asegura la disponibilidad, integridad y confidencialidad 
de la información crítica de la empresa a través de un servicio de Seguridad de la 
Información asesorándolos mediante nuestros consultores expertos en Ciberseguridad. 
Figura 10 Lienzo de la Propuesta de Valor 
 
Tareas del cliente: 
- Implementar políticas de seguridad de Información. 
- Ser visto como una área importante dentro de la organización. 
- Conocer de Seguridad de la Información. 
Frustración del cliente: 
- No tengo seguimiento post venta. 
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- No puedo utilizar la solución adquirida por falta de conocimiento o 
porque no estaba correctamente dimensionado. 
- Elegir en base a un precio y no a un beneficio. 
- La gerencia piensa que el área de TI es solo soporte. 
- Los vendedores no están preparados. 
Alegrías de cliente: 
- La empresa contratista acompañé al cliente durante todo el tiempo de 
contrato 
- La empresa me atienda cuando lo requiero 
- Me ofrezcan valor agregado 
- Cubre el requerimiento solicitado en costo/beneficio 
Servicios: 
- Servicio de Consultoría en Seguridad de Ia Información. 
o Protección Red WAN. 
o Protección de Servicios Públicos en Internet. 
o Protección de Red Interna. 
Aliviador de Frustraciones: 
- Capacitaciones en Seguridad de la Información para TI. 
- Seguimiento post venta. 
- Charlas de Concientización en Seguridad de la Información para 
Marketing, Finanzas y RRHH. 
- Fuerza de ventas capacitada. 
Generador de Alegrías: 
- Soporte postventa 24x7. 
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- Charlas informativas en Seguridad Información en las oficinas del cliente 
como valor agregado. 
8. Estrategia Comercial 
 
8.1 Plan Integrado al Marketing 
Somos una consultora nueva de Seguridad de Información que está 
orientada en asegurar la disponibilidad, integridad y confidencialidad de la 
información crítica de la empresa a través de nuestro servicio de Seguridad de la 
Información. 
Asesorándolos mediante nuestros profesionales expertos en el proceso de 
venta y postventa.  
Sin embargo, a través de la Matriz BCG se logró establecer los servicios 
en los cuadrantes correspondientes de acuerdo a la demanda de estos servicios: 
Producto Vaca: Son los servicios de protección Red WAN que 
básicamente son productos que generan los mayores flujos de caja a un bajo costo. 
Productos Estrellas: En este cuadrante consideramos a Protección de 
servicios públicos en internet y Protección de red interna por tener menor demanda, 
pero a mayor costo por servicio. 















 Producto Estrella 
 
Protección de servicios públicos en Internet 
 















 Participación del mercado 
 
 
Asimismo, se colocó los servicios en los cuadrantes del ciclo de vida para 
determinar posteriormente las acciones de marketing a realizar. 
Figura 12 Ciclo de vida 
Ciclo de vida 






Servicios de protección 
de servicios públicos en 
Internet 
Servicios de protección 





Introducción Crecimiento Madurez Declive 
 
De acuerdo al cuadro, se muestra a detalle las características y las acciones 
que se debe realizar en cada ciclo de vida, en nuestro caso solo se estaría considerando 
la etapa de crecimiento y madurez. 
Figura 13 Características del ciclo de vida 




















Mayoría tardía Tradicionales 























































































Ventajas de la 
marca frente a 
la 
competencia 
Lealtad a la 
marca. La 
promoción 
pasa de la 
fuerza de 







Se ha definido 3 líneas base de seguridad las cuales el Responsable de 
Tecnologías de la información puede definir sobre cuales desea  
proteger. 
A continuación, mostraremos una segmentación sobre el enfoque de 





8.2 Estrategia de Producto 
Protección Red WAN  
Una red WAN (Red de área amplia) Se trata de redes manejadas por los 
Proveedores de Servicio de Internet (ISP, Internet Service Providers). Un ISP es una 
compañía que ofrece acceso a Internet. (Liberatori) 
Las compañías al tener acceso a internet para desarrollar actividades del 
día a día como son las de enviar y recibir correos, publicar su página web para que 
sean encontrados por sus clientes, realizar videoconferencias con personas que se 
encuentran fuera de la empresa, entre otras; se encuentra expuestos a malware que es 
un software malicioso que tiene como objetivo infiltrarse o dañar un sistema de 
información sin el consentimiento de su propietario, de esta manera se pretende 
controlar la descargar de los archivos de internet para evitar los archivos que contengan 
malware (Cisco, s.f.), como también se exponen a ataques de denegación de servicio 
que consiste en desactivar o dañar redes, sistemas o servicios y finalmente también 
existe el abuso de privilegios de los usuarios que laboran en la compañía como es el 
mal uso de los recursos accediendo a dominios maliciosos y/o con contenido 
malicioso. 
La solución que proponemos es proteger este canal de comunicación con 
una tecnología llamada Next Generation Firewall son equipos que ofrecen 
funcionalidades de seguridad que permiten la protección del perímetro informático de 
la empresa. Soluciones completas que a través de un análisis exhaustivo del tráfico de 
su red permiten detectar y minimizar riesgos activos, problemas de seguridad, 
actividades sospechosas, fugas de datos, etc. (Abast, s.f.), de esta manera brindaremos 
las siguientes soluciones: 
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- Controlaremos el uso del internet para que sea dedicado a las actividades 
corporativas. 
- Se mitigará los riesgos que implica navegar en internet, brindando 
inspección contra malware. 
- Se mantendrá la disponibilidad del servicio a internet ya que se evitará la 
denegación de servicios. 




Protección de Servicios Públicos en Internet 
Hoy en día casi todas las empresas públicas y privadas utilizan el correo 
electrónico institucional como medio de comunicación. Por lo que consideramos que 
es de vital importancia proteger este servicio.  
Como parte de este paquete se considera incluir la protección de los 
servicios públicos como son Amazon Web Service, Windows Azure, Gsuite, entre 
otros; ya que aquí también se encuentra información relevante de la organización como 
documentación, aplicaciones, etc. 
La solución que proponemos es proteger el canal de comunicación de 
correo con una tecnología llamada Email Web Gateway que permite protegerse contra 
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la suplantación de identidad, los riesgos de correo electrónico comercial y el 
malware.(Cisco, s.f.) de esta manera brindaremos las siguientes soluciones: 
- Controlaremos el uso del internet para que sea dedicado a las actividades 
corporativas. 
- Evitaremos que se use el correo como medio de entrada para que ingrese 
malware. 
- Se brindará visibilidad y control sobre la información que ingresa y sale 
de la organización a través del correo electrónico. 
- Se mantendrá la disponibilidad de los servicios públicos. 
 
Figura 15 Protección de Servicios Públicos en Internet 
  
 
Protección de Red Interna 
En los anteriores paquetes hemos planteado proteger el uso de los recursos 
que están expuestos hacia internet. En este paquete consideramos proteger los servicios 
internos como son los endpoint (laptop, desktop, Tablet, smartphone o servidor); en 
estos dispositivos se almacena información que pertenece a la empresa por lo cual se 
debe mantener la confidencialidad, integridad y disponibilidad para garantizar la 
continuidad del negocio. 
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La solución que proponemos es proteger estos dispositivos a través de una 
solución llamada Endpoint Detection & Response (EDR) que integra la detección y 
respuesta inteligentes para endpoints con la protección contra malware de esta manera. 
Esto significa que la mayoría de las amenazas se detienen antes de que puedan causar 
daños. (Sophos, Intercept X Advanced with EDR) Es así como brindaremos las 
siguientes soluciones: 
- Controlaremos los permisos del usuario sobre el endpoint. 
- Controlaremos los permisos de los usuarios sobre los servicios de 
internet. 
- Detectaremos a tiempo el ingreso de malware. 
- Monitoreo de comportamiento en la red. 
 
Figura 16 Protección de Red Interna 
  
 
8.3 Estrategia de Precio 
De acuerdo con la investigación realizada, nuestro público objetivo estaría 
entre la pequeña y mediana empresa, con esa información hemos realizado un 
estimado de la inversión por cada línea de producto considerando un mínimo y 




En la Tabla 12 se muestra los componentes que requiere cada una de 
nuestra Líneas de Producto. 
Tabla 14 Inversión Estimada por cada Línea de Producto 
PROTECCIÓN RED WAN 
Incluye: Equipo, 





$1,700.00 $ 100,000.00 
Soles 
S/5,610.00 S/330,000.00 





PROTECCIÓN DE SERVICIOS 
PÚBLICOS EN INTERNET 
Incluye: Equipo, 





$2,500.00 $ 100,000.00 
Soles 
S/8,250.00 S/330,000.00 
   
REPORTE DE RED INTERNA 
Incluye: Equipo, 









Para atender cada una de nuestras Líneas de Productos se requiere la 
participación de nuestros ingenieros en seguridad de la información. Para ello hemos 
dividido los servicios en cuatro categorías: 
- Instalación: Puesta en marcha de nuestro servicio. 
- Soporte: Atención postventa que pudiese requerir el cliente. 
- Jefe de Proyecto: Personal que se encargará de la organización, el 
planeamiento y el control de los recursos con la finalidad de culminar la 
instalación del servicio. 
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- Capacitación: Trasferencia de información sobre la instalación y soporte. 
Se considera como margen mínimo el 15%, sin embargo, puede ser 
revisado de acuerdo a la magnitud y alcance del servicio requerido por el cliente. 
Tabla 15 Tarifario de Servicios en dólares 




Horas Precio Margen 15% PVP 
Min. Max. Min. Max. Min. Max. Min. Max. 
Instalación $18.00 40 80 $720.00 $1,440.00 $108.00 $216.00 $828.00 $1,656.00 
Soporte $18.00 24 144 $432.00 $2,592.00 $64.80 $388.80 $496.80 $2,980.80 
Jefe de 
Proyecto 
$20.00 10 50 $200.00 $1,000.00 $30.00 $150.00 $230.00 $1,150.00 
Capacitación $50.00 8 16 $400.00 $800.00 $60.00 $120.00 $460.00 $920.00 
TOTAL $2,014.80 $6,706.80 
 
Tabla 14 Tarifario de Servicios en soles 




Horas Precio Margen 15% PVP 
Min. Max. Min. Max. Min. Max. Min. Max. 
Instalación S/59.40 40 80 S/2,376.00 S/4,752.00 S/356.40 S/712.80 S/2,732.40 S/5,464.80 
Soporte S/59.40 24 144 S/1,425.60 S/8,553.60 S/213.84 S/1,283.04 S/1,639.44 S/9,836.64 
Jefe de 
Proyecto 
S/66.00 10 50 S/660.00 S/3,300.00 S/99.00 S/495.00 S/759.00 S/3,795.00 
Capacitación S/165.00 8 16 S/1,320.00 S/2,640.00 S/198.00 S/396.00 S/1,518.00 S/3,036.00 
TOTAL S/6,648.84 S/22,132.44 
 
Para definir nuestro tarifario hemos realizado una comparativa de precios 
con nuestros competidores.  
En la Tabla 14 se muestra se los costos que actualmente están considerando 
nuestros competidores y en base a ello hemos definido que inicialmente vamos a 
equiparar los precios como parte de nuestra estrategia de introducción al mercado. 
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Tabla 16 Comparativa de Precios 
 
 
8.4 Estrategia de Distribución 




Directo                                    Security Advisor                            Cliente 
Dos niveles          Security Advisor             Revendedor            Cliente 
Figura 17 Canales 
a. Canal de un nivel: Directo 
En este tipo canal de distribución se considera: 
Venta Directa: Esta se realiza a través de un servicio de consultoría en 
Seguridad de la Información de manera directa a nuestros clientes. 
 
b. Canal de 2 niveles: Doble 
En este tipo canal de distribución se considera: 
Intermediario: Nuestro negocio cuenta con un socio estratégico el cual 
puede revender nuestros servicios a sus clientes, con el beneficio de no 






Distribución Selectiva: Nuestro producto es selectivo porque el servicio es 
solicitado en su mayoría 1 vez al año y esto representa un 53% de acuerdo a nuestra 
encuesta realiza en la pregunta N° 14. Asimismo, la cobertura es de 1,723 empresas 
(Pequeñas empresas, medianas, y administración pública) de Lima, por lo tanto, 
nuestros asesores de ventas realizaran visitas periódicas a las empresas.  
 
8.5 Estrategia de Comunicación 
De acuerdo con nuestro modelo de negocio, donde la venta es directa, nos 
enfocaremos en brindar una mejor experiencia a nuestros clientes a través de la fuerza 
de ventas especializada. Para cumplir con esta promesa nuestros vendedores serán 
capacitados periódicamente en técnica de ventas consultiva, habilidades para la venta 
efectiva, negociación efectiva, conocimiento del producto, administración y manejo 
del tiempo, asimismo contarán con manuales de ventas, manuales de objeciones e 
información de la competencia con el fin de hacer más eficientes al ejecutivo de ventas 
y logren establecer las buenas relaciones comerciales con los clientes y sean 
sostenibles en el tiempo.  
Para mantener la imagen corporativa del negocio, nuestros ejecutivos de 
ventas tendrán que generar una buena impresión en la primera visita con los clientes, 
asimismo contarán con uniformes corporativos, fotochecks y tarjetas de presentación, 
teniendo en cuenta que la buena gestión de la imagen corporativa puede ayudar a 
incrementar las oportunidades de la empresa. 
Para nuestra parte operativa que es la del área implementación y soporte 
se ha definido que utilizarán una vestimenta un poco más informal ya que vestirán una 
camiseta que se muestra en la Figura 19, esto se realiza con la finalidad de que nuestros 
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ingenieros puedan empatizar con los analistas de sistemas de nuestros clientes que 
visten de manera informal. 
Security Advisor utilizara tres elementos claves para nuestros 
consumidores potenciales: 
Informar los beneficios del servicio. 
Persuadir a través de las redes sociales y eventos corporativos. 
Motivar a nuestros clientes a la compra y a la recomendación. 
Comunicación Off-line: 
La estrategia de comunicación se realizará a través de los siguientes 
medios: 
Venta directa: Nuestros ejecutivos de ventas realizarán una presentación 
con el uniforme corporativo, se contará con un speech para garantizar la uniformidad 
de los mensajes, asimismo, en cada visita se entregará un merchandising corporativo 
con el fin de posicionar nuestra marca.  
Eventos corporativos: Se realizará una vez al año con el fin de presentar el 
portafolio de la empresa. 
Ferias: Se participará en diferentes actividades que estén relacionados a 
la Seguridad de la información. 
Comunicación Online: 
El canal digital permitirá brindar información del servicio. 
Medios propios: 
Uso de redes sociales como Facebook y LinkedIn enfocada al segmento 
del mercado elegido. 
 
Creación del canal de Youtube que permita brindar a los suscriptores 
información clave y de interés para los responsables de Tecnologías de Información. 
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Creación de una página web, donde se dará a conocer los servicios de la 
empresa. 
Actividades de envió de Mailing promocionales y boletines informativos 
Webinars para mostrar tecnologías emergentes en materia de ciberataques. 
 
Medios pagados: 
Utilizaremos Facebook ads, youtube ads y linkedIn ads para impulsar 
nuestras publicaciones de acuerdo con nuestra segmentación para optimizar los 
recursos financieros. 
Usaremos también Google ads para posicionar nuestra página web con las 
palabras claves del negocio. 
 
8.6 Estrategia de Branding 
   Logo:  
La nube simboliza a toda la información que se encuentra en la nube, 
asimismo dentro de ello se encuentra un candado que refleja la importancia de contar 
con una protección que pueda cuidar nuestra información frente a cualquier ataque 
cibernético. Es por ello, que nuestro logo representa nuestro compromiso para proteger 




Figura 18 Logo 
 
 








“Valoramos tu información” 
Estamos comprometidos en valorar la información de nuestros clientes 




El color azul es amable, simpático e inspira confianza. 
Es por ello que elegimos el color azul, porque deseamos transmitir 
confianza a nuestras empresas, una confianza no solo del cuidado de la información 





El tono está relacionado con la personalidad de la marca, las características 
del servicio y las peculiaridades del target, es por ello que nuestro tono de 
comunicación será moderado, racional y objetivo. 
 
Personificación de la Marca 
Security Advisor es una persona adulta, de entre 30 y 40 años, con una 
personalidad alegre y seguro, con valores como la confianza, la honestidad e 
innovación. 
La actitud siempre es optimista, con predisposición para ayudar a resolver 
consultas con rapidez y tratar con empatía a las personas. 
 
8.7 Customer Centric 
Recursos humanos: 
Desde la perspectiva del talento humano se plantea que trimestralmente 
se medirá la satisfacción del cliente para medir el nivel de lealtad que está generando 
la empresa con los clientes. 
Producto y precio: 
En cuanto a nuestra estrategia de producto, se ha definido en base a lo 
que el cliente requiere con la información que recibimos de la encuentra. El precio 
fue definido en base al benchmarking que realizamos con nuestros competidores 







En operaciones se considera un Jefe de Proyectos que organice los 
recursos y tiempos que toma cada proyecto con la finalidad de que cumpla los 
acuerdos pactados con el cliente. 
Ventas: 
Contamos con una fuerza de ventas especializada en seguridad de la 
información que visitará a los clientes con la finalidad de generar funnel. 
Nuestra fuerza de ventas cuenta con el siguiente perfil: 
- Capacidad para adaptarse al cliente durante el proceso de venta. 
- Actitud positiva. 
- Organizado. 
- Conocimiento del producto y servicio que se va a ofertar. 
 
8.8 Planificación de Ventas 
Inicialmente se contará con dos ejecutivos de ventas los cuales se 
encargarán de realizar las visitas consultivas a los Responsables de Tecnologías de la 
Información. Se hará asignación de cartera de clientes el Ejecutivo de Ventas debe 
realizar visitas mensuales, entregar propuestas técnicas y comercial y lograr un 
cumplimiento de cuota. 
Cada uno de los ejecutivos de ventas contará con un ingeniero que lo 
apoyará en el diseño de sus propuesta técnica y comercial para la presentación del 
cliente. 
Con la finalidad de asegurar la rentabilidad y continuidad de la empresa, 
se ha definido métricas para control y seguimiento del avance de las ventas  
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Considerando que en el primer año cada uno de los ejecutivos de ventas 
deberán realizar 70 visitas mensuales, se tiene un total de 1,470 visitas en el transcurso 
de 10 meses y dos semanas. Se toma este tiempo debido a que habrá actividades en la 
oficina como capacitaciones y reuniones de avance de ventas donde se haya presentado 
una oferta comercial y coordinaciones administrativas además del tiempo de descanso 
vacaciones, feriados y descansos médicos. En cuanto a las propuestas comerciales que 
deben entregar mensualmente son a 15 empresas con lo cual cada uno de los ejecutivos 
de ventas generaría un funnel de ventas de S/. 183,870 considerando los paquetes más 
económicos. Finalmente, el porcentaje de cierre debe ser del 20% para que puedan 
alcanzar su meta mensual. 
Debido a que entregaran propuestas comerciales como mínimo a 15 
empresas también se consideran visitas de seguimiento o revisitas para dar continuidad 
al avance comercial hasta lograr el cierre. 
Para lograr estas métricas de visitas, propuestas entregadas y cuota 
mensual se establece lo siguiente: 
- Administración de tiempo y territorio mediante la segmentación de 
empresas en base a los distritos en los que se encuentran ubicados. 
- Se le asignará una laptop para que puedan realizar sus labores 
administrativas y comerciales. 
- Se le entregará un documento de levantamiento de información para que 
puedan conversarlo con el cliente y llevar esta información al ingeniero 
preventa para que les pueda entregar la propuesta técnica y comercial de 
acuerdo a lo que necesite el cliente, debido a que los productos ya se 
encuentran en paquetes la entrega de la propuesta técnica y comercial tiene 
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un tiempo de entrega de 2 días hábiles con esto logramos acelerar el 
proceso de cierre. 
Tabla 17 Métricas para la medición del Plan de Ventas 
  
 Se aplicará un sistema de bonificación hacia los ejecutivos de ventas para 
incentivar al cumplimiento de la cuota mensual. Para acceder a esta bonificación se 
están tomando en cuenta las tres métricas mostradas: Visita a Clientes, Propuestas 
Entregadas, Cuota en base al Margen.  
Ejemplo: Si el ejecutivo de ventas logrará la cuota anual obtendría el 2% 
de las ventas realizadas lo cual sumaría S/. 8,825.76 
Tabla 18 Bonificación Anual 
 
Se considera tener una reunión de control semanalmente con los ejecutivos 
de ventas con la finalidad de revisar los avances y tener retroalimentación de 






8.9 Estrategia de Endomarketing 
La importancia de elaborar un plan de endomarketing básicamente está 
orientado en captar a los clientes internos con el objetivo de fidelizarlos, motivarlos e 
implicarlos con su trabajo. Asimismo, fortalecer la cultura organizacional, lograr 
mayor compromiso y sentido de pertenencia. 
Nuestra empresa está enfocada en la venta de tecnología por tal motivo, 
nuestros colaboradores deberían convertirse en especialistas en la tecnología, por lo 
cual se considera las siguientes actividades:  
 Cultura tecnológica: Esta cultura debe ser el centro de nuestra estrategia 
porque buscamos que nuestros colaboradores respiren tecnología asimismo trasmitir 
los valores de la empresa que son: compromiso, confianza, trabajo en equipo, 
innovación, calidad, responsabilidad, liderazgo, adaptabilidad, responsabilidad y 
empatía. Para ello se realizará una reunión semanal para compartir información, 
desarrollar e involucrar a los colaboradores con temas relacionados a la tecnología, 
innovación entres otros a fines. 
 Convenios corporativos: Se realizará convenios con institutos y con 
universidades para que nuestros colaboradores puedan desarrollar sus habilidades 
duras, como por ejemplo UTEC, ISIL, ESAN, Universidad de Lima y Pacifico. 
 Club lectura virtual: Con el fin de incentivar la lectura en nuestra 
empresa, se decidió formar esta comunidad virtual para que nuestros colaboradores 
puedan elegir cuantos libros desean leer cada mes. Asimismo, ir evaluando su progreso 
en el sistema donde los demás participante podrán ver la cantidad de libros que ha 
leído hasta la fecha. 
 Programa de reconocimiento y bonificación: La finalidad de esta 
recompensa es elevar la producción y mejorar los rendimientos de los colaboradores, 
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por tal motivo cada fin de mes, se premiará a las personas que hayan llegado a su cuota 
mensual con una bonificación de doscientos nuevos soles.  Asimismo, el 
reconocimiento al mejor colaborador del mes bajo los criterios de responsabilidad, 
desempeño y puntualidad. 
 Cuponera de beneficios: Todos nuestros colaboradores recibirán una 
cuponera de beneficios en las siguientes categorías: Ropa y accesorios (35%), viajes 
(32%), electrónicos (23%), hogar y jardín (5%) y otros (5%). 
 
8.10 Responsabilidad Social Corporativa 
Actualmente las empresas están tomando en consideración la 
Responsabilidad Social Corporativa con la finalidad de mejorar la competitividad. 
Las acciones tendrán enfoque en 2 objetivos: 
 Cliente Interno:   
Se buscará apoyar al colaborador con incentivos como planes de estudio 
(seminarios, cursos), además de apoyo para sus familiares.  
 Comunidad:  
Se realizarán actividades beneficiosas para la comunidad, así como 
fomentar el empleo a jóvenes como parte de su crecimiento profesional, con 









9. Plan de Operaciones y Recursos Humanos 
9.1 Tecnología Requerida 
Para poder entregar los servicios se requiere contar con los siguientes 
equipos y licencias, los cuales han sido mencionados anteriormente.  
 Figura 21 Equipo Next Generation Firewall  
 
 









9.2.1 Proceso de elaboración de propuestas 
Security Advisor propone diferenciarse en base a una fuerza de ventas 
especializada y seguimiento postventas. 
Por lo que en el proceso de elaboración de propuestas se considerar lo 
siguiente: 
- El ingeniero Preventa debe realizar el diseño técnico y económico en base 
al requerimiento solicitado por el cliente considerando a la competencia, 
infraestructura actual del cliente e integración con todos sus componentes 
tecnológicos. 




9.2.2 Proceso de Implementación 
Luego de haber obtenido la orden de compra por parte del cliente se debe 
realizar el proceso de implementación de acuerdo con el alcance definido en el proceso 
de elaboración de propuestas. 
Por lo que para este proceso de implementación se considera lo siguiente: 
- Capacitación sobre la instalación de la tecnología. 
- Asignación de Jefe de Proyecto con la finalidad de garantizar el 
cumplimiento del alcance. 
- Jefe de Proyecto debe conseguir el acta de conformidad para poder 
entregar la facturación. 
- Jefe de proyecto debe informar que el proyecto ya debe continuar en el 
área de Soporte. 
 




9.2.3 Proceso de Soporte 
Luego de que existe un acta de conformidad por parte del Jefe de Proyecto, 
el servicio pasa a ser de postventa. 
Por lo que para este proceso de soporte se considera lo siguiente: 
- El ejecutivo comercial debe estar en comunicación con el cliente con la 
finalidad de anticiparse en caso existiese algún requerimiento por parte del 
cliente. 
- Se realizarán mantenimientos preventivos con el fin de garantizar la 
disponibilidad de los servicios ofrecidos al cliente. 
- Se realizarán mantenimientos correctivos con el fin de apoyar al cliente en 
los incidentes que pudiese tener con el servicio ofrecido. 
- Los mantenimientos podrán ser utilizados a través de una línea de teléfono 
dedicada para la atención de soporte postventa.  




9.3 Aspectos Logísticos 
Se debe tener identificado cuáles serán los mayoristas con los que se 
trabajará ya que es necesario contar con una línea de crédito a 60 días que nos permita 
implementar el servicio y entregar la facturación para que pueda ser pagado el servicio. 
Se debe consideran una empresa de transportes que entregue de nuestro 
almacén al del cliente el equipo que se venda al cliente, ya que no es posible 
movilizarlo en un medio de transporte convencional debido al valor del equipo. 
 
9.4 Estructura organizacional 
Con la finalidad de llevar un control y definir el alcance de cada área 
involucrada en el proceso de venta y atención al cliente, se define un organigrama en 
el cual asigna las funciones y roles de la estructura organizacional. 
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Supervisor Comercial 




















































































































































































9.5 Roles y funciones 
Gerente General y Supervisor de Ventas:  
 Asignar las posiciones de la estructura organizacional. 
 Evaluar periódicamente el cumplimiento de las funciones de las áreas de 
Implementaciones y Soporte, Administración y Ventas. 
 Definir, proponer, coordinar y ejecutar las políticas comerciales orientadas 
al logro de una mayor y mejor posición en el mercado. 
 Definir el plan de marketing de la Empresa.  
 Investigar sobre la evolución de los mercados y la competencia para 
anticipar acciones competitivas que ayuden a mantener la diferenciación 
de la Empresa 
 Evaluar la creación de nuevos servicios de seguridad de la información. 
  Controlar que los objetivos, planes y programas se cumplan en los plazos 
y condiciones establecidos. 
 Establecer ventajas competitivas donde se ofrezcan servicios de la 
Empresa, procurando obtener las mejores participaciones en el mercado.  
Jefe de Implementaciones y Soporte 
 Proporcionar liderazgo inspirado para la organización. 
 Tomar decisiones importantes de política, planificación y estrategia. 
 Desarrollar, implementar y revisar políticas y procedimientos operativos. 
 Ayudar a RRHH con el reclutamiento cuando sea necesario. 
 Ayudar a promover una cultura de empresa que fomente el rendimiento 
superior. 




 Asegurar que todos los documentos legales y reglamentarios se archiven y 
supervise el cumplimiento de las leyes y regulaciones. 
 Trabajar en base a los valores y la misión, y planifique objetivos a corto y 
largo plazo. 
 Identificar y abordar problemas y oportunidades para la empresa. 
 Apoyar la comunicación del trabajador. 
Ingeniero de Implementaciones y Soporte  
 Asistir a los clientes en el análisis de riesgo cibernético y el modelado de 
amenazas de sistemas complejos. 
 Preparar y actualizar los planes de respuesta a incidentes / libros de 
implementación en varias líneas de productos. 
 Realizar pruebas técnicas de gestión de vulnerabilidades post 
comercialización y robustez cibernética. 
 Manejar y resolver eficientemente las escaladas de respuesta a incidentes. 
 Preparar análisis técnicos, crear y actualizar documentación. 
 Participar en el diseño de políticas para mejorar la robustez y la defensa en 
profundidad de las líneas de productos. 
 
Asistente Administrativo 
 Gestionar el flujo de caja. 
 Mantener hojas de cálculo. 
 Actualizar de las finanzas para las solicitudes de compra. 
 Ayudar con los planes estratégicos. 




Ejecutivo de ventas 
 Presentar, promocionar y vender productos / servicios utilizando 
argumentos sólidos a clientes existentes y potenciales. 
 Realizar análisis de costo-beneficio y necesidades de clientes existentes / 
potenciales para satisfacer sus necesidades 
 Establecer, desarrollar y mantener relaciones comerciales y de clientes 
positivas. 
 Acelerar la resolución de problemas y quejas de los clientes para 
maximizar la satisfacción. 
 Alcanzar los objetivos de ventas acordados y los resultados dentro del 
cronograma 
 Coordinar el esfuerzo de ventas con los miembros del equipo y otros 
departamentos. 
 Analizar el potencial del territorio / mercado, realizar un seguimiento de 
las ventas y los informes de estado. 
 Gestionar los suministros con informes sobre las necesidades del cliente, 
problemas, intereses, actividades competitivas y el potencial de nuevos 
productos y servicios. 
 Mantener al tanto las mejores prácticas y tendencias promocionales. 







10. Indicadores de Gestión 
10.1 Métricas de marketing 
10.1.1 Penetración de Mercado. 
 
La penetración de mercado será medida en base al segmento objetivo. 
Considerando que durante el primer año se espera traer a 96 clientes nuevos. Se estima 






10.1.2 Net Promoter Score (NPS) 
 
El NPS de la marca se medirá mediante el objetivo de lograr la satisfacción 





10.1.3 Costo promedio de Adquisición. 
 
El costo promedio de adquisición se importante considerarlo para medir 
las acciones de marketing y controlar los gastos que implican construir una cartera de 
clientes. Inicialmente se considera tener un costo de adquisición de s/.300.00, esto es 
viable debido a que un cliente podría generar una orden de compra por un mínimo de 
S/. 10,000.00 anuales. 
 
Mercado de Total del segmento 
Clientes que han comprado nuestro 
producto  
= 
= % de Promotores - % de Detractores  
Clientes Adquiridos 
= 
Gasto de Adquisición  
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10.2 Proyección de ventas  
Para determinar la proyección de ventas es necesario conocer el esquema 
de los costos fijos, servicios y precios unitarios que a continuación se detalla: 
 







Publicidad Flyer - Millar S/480.00 S/5,760.00 
Publicidad Redes sociales (Facebook y Linkedin) S/400.00 S/4,800.00 
Publicidad Publicidad visual S/1,200.00 S/14,400.00 
Publicidad Merchandising (Tomatodos, agenda pequeña y lapicero) S/2,700.00 S/32,400.00 
Publicidad Capacitaciones S/700.00 S/8,400.00 
TOTAL S/. 5,480.00 S/. 65,760.00 






Ser. Públicos Agua S/90.00 S/1,080.00 
Ser. Públicos Luz S/200.00 S/2,400.00 
Ser. Públicos Telefonía + Internet S/360.00 S/4,320.00 
Alquiler Renta de oficina S/1,200.00 S/14,400.00 
Mantenimiento Limpieza S/850.00 S/10,200.00 
Gastos oficina Útiles de Oficina S/300.00 S/3,600.00 
Gastos oficina Útiles de Limpieza S/200.00 S/2,400.00 
TOTAL S/. 3,200.00 S/. 38,400.00 
 












Jefe de Implementaciones y 
Soporte 
S/5,000.00 S/60,000.00 
PERSONAL Asistente Administración S/1,500.00 S/18,000.00 
PERSONAL Ejecutivo de Cuentas S/2,700.00 S/32,400.00 
PERSONAL Ejecutivo de Cuentas S/2,700.00 S/32,400.00 
PERSONAL 
Ingeniero de 
Implementaciones y Soporte 
S/3,500.00 S/42,000.00 
TERCERO Community Manager S/500.00 S/6,000.00 
TERCERO Contador S/500.00 S/6,000.00 
TOTAL S/. 22,400.00 S/. 268,800.00 
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Tabla 22 Costo fijo Otros costos laborales 





Gerente General y Jefe 
Comercial 
S/12,000.00 S/6,000.00 S/6,000.00 S/6,480.00 S/2,540.00 S/30,480.00 
Jefe de Implementaciones y 
Soporte 
S/10,000.00 S/5,000.00 S/5,000.00 S/5,400.00 S/2,116.67 S/25,400.00 
Asistente Administración S/3,000.00 S/1,500.00 S/1,500.00 S/1,620.00 S/635.00 S/7,620.00 
Ejecutivo de Cuentas S/5,400.00 S/2,700.00 S/2,700.00 S/2,916.00 S/1,143.00 S/13,716.00 
Ejecutivo de Cuentas S/5,400.00 S/2,700.00 S/2,700.00 S/2,916.00 S/1,143.00 S/13,716.00 
Ingeniero de 
Implementaciones y Soporte 
S/7,000.00 S/3,500.00 S/3,500.00 S/3,780.00 S/1,481.67 S/17,780.00 
TOTAL S/. 9,059.33 S/. 108,712.00 
 









Muebles y enseres S/253.00 
TOTAL S/. 4,093.00 
 




Software para la Empresa S/600.00 
Diseño de marca y registro S/60.00 
Diseño de página web y dominio S/300.00 
TOTAL S/. 960.00 
Tabla 25 Costo variable 
CONCEPTO DETALLE Año 1 Año 2 Año 3 Año 4 Año 5 
Ventas anuales --->  774,703 921,100 1,281,129 1,921,693 3,269,726 
COMISION por venta 2% S/15,494.05 S/18,422.00 S/25,622.57 S/38,433.86 S/65,394.52 
 
Tabla 26 Costo empresarial 
DESCRIPCIÓN AÑO 1 AÑO 2 AÑO 3 AÑO 4 AÑO 5 
Costo fijo S/486,725.00 S/497,945.00 S/847,209.00 S/1,063,271.00 S/1,116,304.40 
Costo variable S/15,494.05 S/18,422.00 S/25,622.57 S/38,433.86 S/65,394.52 




Después de conocer a detalle todos los costos fijos y variables, ahora 
vamos a determinar la cantidad de servicios que necesitaremos para estar en el punto 
de equilibrio y las metas correspondientes para que este proyecto sea rentable. 
 




Protección Red WAN S/12,258.84 
Protección de Servicios 
Públicos en Internet 
S/14,898.84 
Protección de Red Interna S/12,588.84 
 
 
Tabla 28 Proyección de venta mensual 
 MES 1 MES 2 MES 3 MES 4 MES 5 MES 6 MES 7 MES 8 MES 9 MES 10 MES 11 MES 12 
Cantidad 1 1 2 2 3 4 6 7 7 8 8 9 
Protección Red 
WAN 





S/0.00 S/0.00 S/14,898.84 S/0.00 S/14,898.84 S/29,797.68 S/29,797.68 S/44,696.52 S/44,696.52 S/29,797.68 S/59,595.36 S/59,595.36 
Protección de 
Red Interna 
S/0.00 S/0.00 S/0.00 S/12,588.84 S/12,588.84 S/0.00 S/37,766.52 S/25,177.68 S/37,766.52 S/50,355.36 S/12,588.84 S/25,177.68 
Ventas x mayor S/12,258.84 S/12,258.84 S/27,157.68 S/24,847.68 S/39,746.52 S/54,315.36 S/79,823.04 S/94,391.88 S/94,721.88 S/104,670.72 S/108,960.72 S/121,549.56 
 
 
Tabla 29 Proyección de venta por unidades 
CANTIDAD DE VENTAS 
POR UNIDADES 
Año 1 Año 2 Año 3 Año 4 Año 5 
%   20% 40% 50% 70% 
Protección Red WAN 19 23 32 48 82 
Protección de Servicios 
Públicos en Internet 
22 26 36 54 92 
Protección de Red Interna 17 20 28 42 71 
TOTAL, VENTA EN 
UNIDADES 
















Año 1 Año 2 Año 3 Año 4 Año 5 
Protección Red WAN S/12,258.84 S/232,917.96 S/281,953.32 S/392,282.88 S/588,424.32 S/1,005,224.88 
Protección de Servicios 
Públicos en Internet S/14,898.84 S/327,774.48 S/387,369.84 S/536,358.24 S/804,537.36 S/1,370,693.28 
Protección de Red Interna S/12,588.84 S/214,010.28 S/251,776.80 S/352,487.52 S/528,731.28 S/893,807.64 
VENTAS ANUALES - 
SOLES 
S/39,746.52 S/774,702.72 S/921,099.96 S/1,281,128.64 S/1,921,692.96 S/3,269,725.80 
 
 
En el tercer y quinto año se contará con un ejecutivo de cuenta adicional 
que ayudará a cumplir las metas de la empresa.  Por otro lado, en el tercer año, 
ingresara un jefe de administración y finanzas, un asistente contable, un jefe de 
marketing y dos ingenieros implementadores y soporte. Asimismo, para el quinto año 
ingresa un jefe comercial, un jefe de implementaciones y un jefe de soporte. 
 
10.3 Análisis del punto de equilibrio 
De acuerdo con el análisis realizado, nuestro punto de equilibrio en el 
primer año es S/ 502,219.05 soles, por lo cual es necesario vender 39 servicios 
anualmente para cubrir los gastos y recuperar el costo de servicios vendidos en el 
primer año. 
Tabla 31 Punto de equilibrio y cantidad de servicios del primer año. 
SERVICIOS IMPORTE CANTIDAD DE 
SERVICIOS 
Protección Red WAN S/183,882.60 15 
Protección de Servicios  
Públicos en Internet 
S/163,887.24 11 
Protección de Red Interna S/163,654.92 13 





Asimismo, para el segundo año, nuestro punto de equilibrio es S/ 
516,367.00 soles, por lo cual es necesario vender 39 servicios para cubrir los gastos y 
recuperar el costo de los servicios. 
 
Tabla 32 Punto de equilibrio y cantidad de servicios del segundo año. 
SERVICIOS IMPORTE CANTIDAD DE 
SERVICIOS 
Protección Red WAN 196,141.44 16 
Protección de Servicios  
Públicos en Internet 
208,583.76 14 
Protección de Red Interna 113,299.56 9 
TOTAL 518,024.76 39 
 
Además, para el tercer año, nuestro punto de equilibrio es S/ 872,831.57 
soles, por lo cual es necesario vender 67 servicios para cubrir los gastos y recuperar el 
costo de los servicios. 
 
Tabla 33 Punto de equilibrio y cantidad de servicios del tercer año. 
SERVICIOS IMPORTE CANTIDAD DE 
SERVICIOS 
Protección Red WAN S/355,506.36 29 
Protección de Servicios  
Públicos en Internet 
S/312,875.64 21 
Protección de Red Interna S/214,010.28 17 
TOTAL S/882,392.28 67 
 
También, para el cuarto año, nuestro punto de equilibrio es S/ 1,101,704.86 
soles, por lo cual es necesario vender 84 servicios para cubrir los gastos y recuperar el 






Tabla 34 Punto de equilibrio y cantidad de 
servicios del cuarto año. 
SERVICIOS IMPORTE CANTIDAD DE 
SERVICIOS 
Protección Red WAN S/441,318.24 36 
Protección de Servicios  
Públicos en Internet 
S/402,268.68 27 
Protección de Red Interna S/264,365.64 21 
TOTAL S/1,107,952.56 84 
 
Asimismo, para el quinto año, nuestro punto de equilibrio es S/ 
1,181,698.92 soles, por lo cual es necesario vender 90 servicios para cubrir los gastos 
y recuperar el costo de los servicios. 
 
Tabla 35 Punto de equilibrio y cantidad de  
servicios del quinto año. 
SERVICIOS IMPORTE CANTIDAD DE 
SERVICIOS 
Protección Red WAN 478,094.76 39 
Protección de Servicios  
Públicos en Internet 
417,167.52 28 
Protección de Red Interna 289,543.32 23 
TOTAL S/1,184,805.60 90 
 
 
10.4 Inversión fija 
Para el funcionamiento de este proyecto es necesario contar con un 
préstamo del banco que nos ayudara a financiar el 50%, prorrateada en 60 meses con 
un interés del 15%. Asimismo, se detalla la inversión inicial del proyecto, donde la 
inversión fija tangible se refiere a los equipos y muebles. La inversión fija intangible 
se refiere al software, diseño de marca y diseño web. Además, los gastos pre operativos 
son la publicidad, alquiler del local, útiles de oficina y la asesoría de consultoras. Para 
el capital de trabajo se está considerando los gastos de marketing, operaciones, 
servicios a terceros, remuneraciones del personal, gratificaciones y ESSALUD. 
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Tabla 36 Detalle de inversión inicial del proyecto 
CONCEPTO IMPORTE 
Inversión Fija Tangible S/. 17.890,00 
Inversión Fija Intangible S/. 4.800,00 
Gastos preoperativos S/. 9.980,00 
Capital de trabajo S/. 182,863.33 
TOTAL S/. 215,533.33 
 
Tabla 37 Composición de la inversión 
CONCEPTO IMPORTE % 
Aporte Propio S/107,767 50.00% 
Financiamiento S/107,767 50.00% 
TOTAL S/215,533.33 50% 
 
Tabla 38 Financiamiento otorgado por el BCP 
DATOS 
Préstamo para solicitar S/107,767 
Periodo 5 años 
Periodo de Gracia 0 
TEA (TASA EFECT. ANUAL) 15% 
TEM 1.17% 
  
CUOTA PARA PAGAR S/2,510.78 
 
10.5 Capital de trabajo 
Para el inicio de este proyecto es necesario contar con la liquidez necesaria 
para el cumplimiento de las deudas y el funcionamiento inicial del negocio por 5 
meses, por lo cual el monto requerido es de S/182,863.33 
Tabla 39 Capital de trabajo 
CONCEPTO IMPORTE 
Marketing S/. 27,400.00 
Operaciones S/. 16.000,00 
Servicios tercero y 
remuneración de personal 
S/. 112.000,00 
Otros costos laborales S/27.463,33 
CAPITAL DE TRABAJO S/182,863.33 
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10.6 Flujo de caja proyectado optimista 
Tabla 40 Flujo de caja proyectado 
  AÑO AÑO AÑO AÑO AÑO AÑO 
  0 1 2 3 4 5 
INGRESOS DE EFECTIVO             
Cobranza de ventas   S/. 929,643  S/. 1,105,320  S/. 1,537,354  S/. 2,306,032  S/. 3,923,671  
Préstamo recibido             
Capital de trabajo             
TOTAL INGRESOS   S/. 929,643  S/. 1,105,320  S/. 1,537,354  S/. 2,306,032  S/. 3,923,671  
              
EGRESOS DE EFECTIVO             
pago por costo venta   S/. (415,529) S/. (454,874) S/. (666,341) S/. (1,129,149) S/. (1,557,022) 
Gasto de Administración   S/. (153,300) S/. (153,300) S/. (252,940) S/. (252,940) S/. (255,466) 
Gasto de Venta   S/. (183,192) S/. (202,952) S/. (373,154) S/. (373,154) S/. (426,188) 
impuesto   S/. (30,757) S/. (63,979) S/. (33,523) S/. (123,754) S/. (455,962) 
Inversión S/. (215,533)           
TOTAL EGRESO S/. (215,533) S/. (782,778) S/. (875,106) S/. (1,325,958) S/. (1,878,998) S/. (2,694,638) 
FLUJO DE CAJA S/. (215,533) S/. 146,866  S/. 230,214  S/. 211,396  S/. 427,034  S/. 1,229,033  
FINANCIAMIENTO BANCARIO S/. 107,767            
Amortizacion   S/. (15,983) S/. (18,381) S/. (21,138) S/. (24,309) S/. (27,955) 
Intereses   S/. (14,146) S/. (11,748) S/. (8,991) S/. (5,820) S/. (2,174) 
Escudo Fiscal de los intereses 30%   S/. 4,244  S/. 3,525  S/. 2,697  S/. 1,746  S/. 652  
FLUJO NETO FINANCIERO S/. (107,767) S/. 120,980  S/. 203,609  S/. 183,964  S/. 398,651  S/. 1,199,556  
FLUJO FINANCIERO ACTUALIZ. S/. (107,767) S/. 105,200  S/. 153,958  S/. 120,959  S/. 227,930  S/. 596,391  
FLUJO FINANCIERO ACUMUL 
ACTUAL 
S/. (107,767) S/. (2,567) S/. 151,391  S/. 272,351  S/. 500,280  S/. 1,096,672  
 
 
10.7 Valor actual neto (VAN), Tasa interna de retorno 
(TIR) y periodo de recuperación. 
Para determinar el VAN se ha calculado de la siguiente manera, Vt = 
Representa los flujos de cada periodo, Io = Cantidad de dinero inicial de inversión, n 
= Numero de periodos que se consideran y k = Tipo de interés definido. Para 
determinar el TIR se consideró, Qn = Flujo de caja en el pedido, n= Numero de 












En conclusión, podemos decir que el proyecto es viable, porque cuenta con 
cifras positivas que nos dan seguridad para invertir en este negocio. Se considera que 
el periodo de recuperación de la inversión será 1.01 años. 
10.8 Flujo de caja proyectado conservador 
Tabla 42 Flujo de caja conservador 
 
  AÑO AÑO AÑO AÑO AÑO AÑO 
  0 1 2 3 4 5 
INGRESOS DE EFECTIVO             
Cobranza de ventas   S/. 774,703  S/. 921,100  S/. 1,281,129  S/. 1,921,693  S/. 3,269,726  
Préstamo recibido             
Capital de trabajo             
TOTAL INGRESOS   S/. 774,703  S/. 921,100  S/. 1,281,129  S/. 1,921,693  S/. 3,269,726  
              
EGRESOS DE EFECTIVO             
pago por costo venta   S/. (346,274) S/. (379,062) S/. (555,285) S/. (940,958) S/. (1,297,519) 
Gasto de Administración   S/. (153,300) S/. (153,300) S/. (252,940) S/. (252,940) S/. (255,466) 
Gasto de Venta   S/. (183,192) S/. (202,952) S/. (373,154) S/. (373,154) S/. (426,188) 
impuesto   S/. (25,631) S/. (53,316) S/. (27,936) S/. (103,128) S/. (379,968) 
Inversión S/. (215,533)           
TOTAL EGRESO S/. (215,533) S/. (708,397) S/. (788,630) S/. (1,209,314) S/. (1,670,180) S/. (2,359,140) 
FLUJO DE CAJA S/. (215,533) S/. 66,306  S/. 132,470  S/. 71,814  S/. 251,513  S/. 910,585  
FINANCIAMIENTO BANCARIO S/. 107,767            
Amortizacion   S/. (15,983) S/. (18,381) S/. (21,138) S/. (24,309) S/. (27,955) 
Intereses   S/. (14,146) S/. (11,748) S/. (8,991) S/. (5,820) S/. (2,174) 
Escudo Fiscal de los intereses 30%   S/. 4,244  S/. 3,525  S/. 2,697  S/. 1,746  S/. 652  
FLUJO NETO FINANCIERO S/. (107,767) S/. 40,420  S/. 105,865  S/. 44,382  S/. 223,129  S/. 881,108  
FLUJO FINANCIERO ACTUALIZ. S/. (107,767) S/. 35,148  S/. 80,049  S/. 29,182  S/. 127,575  S/. 438,067  
FLUJO FINANCIERO ACUMUL 
ACTUAL 











En conclusión, podemos decir que el proyecto es viable, porque cuenta con 
cifras positivas que nos dan seguridad para invertir en este negocio. Se considera que 
el periodo de recuperación de la inversión será 1.55 años. 
10.9 Flujo de caja proyectado pesimista 
 
Tabla 44 Flujo de caja pesimista 
  AÑO AÑO AÑO AÑO AÑO AÑO 
  0 1 2 3 4 5 
INGRESOS DE EFECTIVO             
Cobranza de ventas   S/. 619,762  S/. 736,880  S/. 1,024,903  S/. 1,537,354  S/. 2,615,781  
Préstamo recibido             
Capital de trabajo             
TOTAL INGRESOS   S/. 619,762  S/. 736,880  S/. 1,024,903  S/. 1,537,354  S/. 2,615,781  
              
EGRESOS DE EFECTIVO             
pago por costo venta   S/. (277,019) S/. (303,250) S/. (444,228) S/. (752,766) S/. (1,038,015) 
Gasto de Administración   S/. (153,300) S/. (153,300) S/. (252,940) S/. (252,940) S/. (255,466) 
Gasto de Venta   S/. (183,192) S/. (202,952) S/. (373,154) S/. (373,154) S/. (426,188) 
impuesto   S/. (20,505) S/. (42,653) S/. (22,349) S/. (82,503) S/. (303,974) 
Inversión S/. (215,533)           
TOTAL EGRESO S/. (215,533) S/. (634,016) S/. (702,155) S/. (1,092,670) S/. (1,461,363) S/. (2,023,643) 
FLUJO DE CAJA S/. (215,533) S/. (14,254) S/. 34,725  S/. (67,767) S/. 75,991  S/. 592,138  
FINANCIAMIENTO BANCARIO S/. 107,767            
Amortizacion   S/. (15,983) S/. (18,381) S/. (21,138) S/. (24,309) S/. (27,955) 
Intereses   S/. (14,146) S/. (11,748) S/. (8,991) S/. (5,820) S/. (2,174) 
Escudo Fiscal de los intereses 30%   S/. 4,244  S/. 3,525  S/. 2,697  S/. 1,746  S/. 652  
FLUJO NETO FINANCIERO S/. (107,767) S/. (40,139) S/. 8,121  S/. (95,199) S/. 47,608  S/. 562,660  
FLUJO FINANCIERO ACTUALIZ. S/. (107,767) S/. (34,904) S/. 6,140  S/. (62,595) S/. 27,220  S/. 279,742  
FLUJO FINANCIERO ACUMUL 
ACTUAL 











En conclusión, podemos decir que el proyecto en el escenario pesimista no 





Luego de analizar las métricas financieras se concluye que este Plan de 
Negocios, es viable a partir del segundo año logrando el punto de equilibrio y el 
crecimiento en el tercer año. 
El estudio financiero demuestra que la inversión se recupera en el tiempo 
establecido de dos años.  
A través de nuestra propuesta de valor estaremos más concentrados en 
brindar un acompañamiento continuo a nuestros clientes, esto a su vez potenciará uno 
de los canales de comunicación más fuertes para nuestro público objetivo, que es el 
marketing de boca a boca. 
La separación de actividades del área de implementaciones y soporte 
brindará una mejor atención especializada en los tiempos establecidos con los clientes 






Como recomendación, la clave del negocio está en conocer profundamente 
al consumidor. Ser observador y siempre preguntar, preguntar y preguntar. Por qué los 
dolores y alegrías que identifiquemos en el proceso de investigación nos ayudará a 
construir un producto o servicio que le genere valor al consumidor y a su vez reducirá 
el porcentaje de fracaso de dicho del proyecto. 
Además, es importante que todo negocio sea rentable y sostenible en el 
tiempo, por lo cual es importante conocer todos los costos fijos y variables que vas a 
necesitar para introducir un producto o servicio al mercado. 
En un mercado tan competitivo, es clave buscar la diferenciación a través 
de una propuesta de valor que pueda ayudarnos a posicionarnos en el mercado, 
asimismo definir el propósito de la empresa nos ayudará a construir de manera integral 
la razón por lo cual los consumidores deberían elegirte. 
Es importante mantener la promesa de la marca a los consumidores, no 
debemos buscar la compra sino la recompra continua y la fidelización de los clientes, 
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Anexo 1: Resultados Encuestas 
Se realizaron 50 encuestas online a los encargados del área de la tecnología de 
la información, siendo estos los resultados:  
 
1. ¿A qué sector pertenece la empresa donde usted labora? 
 
 
Fuente: Elaboración propia 
Base: 49 
 
Los sectores más resaltantes donde el encuestado pertenece son: Gobierno (23%), 
Educación (19%), Industria (18%) y Tecnología (14%). 
 
2. ¿Cuántos empleados tiene la empresa donde usted labora? 
 
 


















10 a 50 51 a 100 101 a 200 201 a 500




Las personas encuestadas pertenecen en su mayoría al segmento seleccionado, de 
10 a 50 (27%) pequeñas empresas, de 51 a 100 (27%) y mediana empresa 101 a 
200 (14%) administración pública.  
 
 
3. ¿Cuál es su cargo en la empresa? 
 
Fuente: Elaboración propia 
Base: 50 
 
Según los resultados, el encargado del área de seguridad de información es el jefe 
de TI (46%) y el consultor externo (24%) por lo cual nos da viabilidad para 
entregar nuestra propuesta de valor. 
 
 








Administracion de Redes Jefe TI






Menor de 5 millones 5 a 10 millones 10 a 20 millones 20 a 50 millones
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Fuente: Elaboración propia 
Base: 46 
 
Las empresas facturan entre 5 a 10 millones (41%) y menos de 5 millones 
(35%), lo cual muestra el poder adquisitivo y el tamaño de la empresa que es 
una gran oportunidad para nuestro negocio. 
 
5. ¿Cuáles son las principales razones para implementar políticas sobre Seguridad 




Mejorar la postura de seguridad de la información 28 26.17% 
La naturaleza de nuestro negocio nos obliga 18 16.82% 
Para ganar una ventaja competitiva 15 14.02% 
Asegurar el cumplimiento legal y normativo 30 28.04% 
Requerido para licitar para nuevos negocios 9 8.41% 
Requerido por nuestros clientes existentes 7 6.54% 
Otro 0 0.00% 




Fuente: Elaboración propia 
Base: 50 
 
Los encuestados tenían la opción de marcar varias alternativas, asimismo los resultados 
muestran que las razones son, asegurar el cumplimiento legal y normativo (28%), mejorar 







Mejorar la postura de seguridad de
la informacion
La naturaleza de nuestro negocio
nos obliga
Para ganar una ventaja competitiva
Asegurar el cumplimiento legal y
normativo
Requerido para licitar para nuevos
negocios





a implementar las políticas de seguridad de la información. (17%) Esto es una gran 
oportunidad para nuestro negocio porque existe una necesidad por parte de las empresas 
de contar con políticas de seguridad de la información. 
 





Mejorar la seguridad de la información en toda la organización 28 19.31% 
Mejorar la imagen y reputación de la compañía 25 17.24% 
Mejorar nuestra ventaja competitiva 16 11.03% 
Crear nuevas oportunidades de negocio 10 6.90% 
Mejor conocimiento del personal sobre la seguridad de la información 19 13.10% 
Mejorar los procesos internos 20 13.79% 
Retención de los clientes actuales 5 3.45% 
Reducción de costos por vulnerabilidad de la red 22 15.17% 
Otro 0 0.00% 
TOTAL 145 100% 
 
 
Fuente: Elaboración propia 
Base: 50 
 
Los encuestados tenían la opción de marcar varias alternativas, asimismo mencionaron 
que los beneficios de contar con políticas de seguridad de la información son, mejorar la 
seguridad de la información en toda la organización (19%), mejorar la imagen y 
reputación de la compañía (17%), reducción de costos por vulnerabilidad de la red (15%) 
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7. ¿Cuál consideras que ha sido o será el mayor desafío para asegurar la 





No tuvimos ningún reto la junta directiva aceptó inmediatamente el acuerdo 3 3.41% 
Aprobación del presupuesto para las iniciativas de implementación de Seguridad de la 
Información. 
35 39.77% 
Convencer a la junta directiva que la seguridad de la información es un asusto crítico 
para los negocios de la empresa. 
33 37.50% 
Permisos para emplear los recursos humanos y poder entregar el proyecto. 17 19.32% 
Otro 0 0.00% 
TOTAL 88 100% 
 
 
Fuente: Elaboración propia 
Base: 50 
 
Los encuestados tenían la opción de marcar varias alternativas, asimismo 
mencionaron que el desafío para asegurar la participación de la junta directiva en 
las políticas de Seguridad de la Información, es no contar con el presupuesto para 
las iniciativas de implementación de seguridad de la información (40%) y la falta 
de interés de la junta directiva en estos asuntos (38%). Por ello es importante poder 
asesóralos con la información adecuada que pueda contribuir al sustento de contar 
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8. ¿Cuál consideras que ha sido o será el mayor desafío para implementar las 




Encontrar el personal adecuado. 18 19.15% 
Determinar que teníamos el nivel correcto de competencias 
y experiencia. 
23 24.47% 
Entendimiento de los requerimientos de la norma. 26 27.66% 
Contar con el presupuesto requerido. 27 28.72% 
Otro 0 0.00% 
TOTAL 94 100% 
 
 
Fuente: Elaboración propia 
Base: 50 
 
Los encuestados tenían la opción de marcar varias alternativas, asimismo uno de 
los desafíos para el área de TI, es no contar con el presupuesto requerido (29%), 
no entender los requerimientos de la norma (28%) y no contar con el nivel correcto 
de competencia y experiencia (24%). Por tal motivo, es una oportunidad para 
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9. ¿Cuál ha sido el costo de implementar políticas de Seguridad de la Información? 
 
 
Fuente: Elaboración propia 
Base: 50 
 
Las empresas gastan entre $5,000 a $30,000 (40%) y $30,000 a $100,000 (34%) 
en políticas de seguridad de la información. Lo cual da viabilidad a nuestro 
negocio por que los precios se encuentran en ese rango. 
 




Fuente: Elaboración propia 
Base: 50 
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11. ¿Con que frecuencia? 
 
 
Fuente: Elaboración propia 
Base: 50 
 
La frecuencia de estos servicios se encuentra anual (54%) y semestral (24%) con 
mayor porcentaje, lo cual está dentro de nuestros rangos en el proceso de venta. 
 
 
Encuesta sobre satisfacción del servicios y motivos de baja 
12. ¿Cuáles son los proveedores con los que usted suele trabajar servicios de 















SecureSoft Neosecure Electrodata Cimacom Yachay Soluzioni Otro
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Existe una desconfianza con las consultoras que venden servicio de seguridad de 
la información, por lo cual es una gran oportunidad para construir buenas 
relaciones a través de nuestra propuesta de valor. 
 





Fuente: Elaboración propia 
Base: 48 
 
Muchos se encuentran satisfechos (38%) con la relación que tienen con los 
proveedores por lo cual es necesario mantener y superar las expectativas de 
nuestros clientes en el proceso de venta y post venta. 
 




















Mejor solución técnica 0.00% 0.00% 0.00% 0.00% 0.00% 0.00% 
Es rentable para el negocio 12.00% 20% 0.00% 33.33% 25.00% 0.00% 
El proveedor tiene relacionamiento con 
el fabricante 
10.00% 20% 8.70% 0.00% 8.33% 25.00% 
Relación con el proveedor 46.00% 40% 52.17% 16.67% 50.00% 50.00% 
Soporte postventa 24.00% 20% 34.78% 16.67% 8.33% 25.00% 
Rapidez en la respuesta que les solicito 0.00% 0.00% 0.00% 0.00% 0.00% 0.00% 
Precio competitivo 0.00% 0.00% 0.00% 0.00% 0.00% 0.00% 



















Fuente: Elaboración propia 
Base: 50 
 
El buen relacionamiento con el proveedor (46%), el soporte postventa (24%) y el 
relacionamiento que tiene el proveedor con el fabricante (10%), es una gran oportunidad 
para nuestro negocio. 
 
15. ¿Cuál ha sido el motivo principal para dar de baja en el servicio? 
 
Ya no necesito el servicio 0.00% 0.00% 0.00% 0.00% 0.00% 0.00% 
He encontrado otro servicio alternativo que 
cubre mejor mis necesidades 16.00% 40.00% 8.70% 50.00% 0.00% 25.00% 
La calidad del servicio no ha cubierto mis 
expectativas 0.00% 0.00% 0.00% 0.00% 0.00% 0.00% 
La facilidad de uso del servicio no ha cubierto 
mis expectativas 0.00% 0.00% 0.00% 0.00% 0.00% 0.00% 
La atención al cliente no ha cubierto mis 
expectativas 66.00% 40.00% 82.61% 50.00% 58.33% 50.00% 





























Los resultados indican que la atención al cliente (66%) es un factor determinante para dar 
de baja un servicio, por lo cual nuestra propuesta de valor está orientado a brindar una 
excelente atención a nuestros clientes tanto en la venta y post venta. 
 
 
16. Al momento de reunirse con el ejecutivo o representante de ventas ¿Qué es lo 
que más valora? 
 
 
Fuente: Elaboración propia 
Base: 48 
 
La empatía con la problemática (31%) y el conocimiento del portafolio (31%), 
son motivos claves que se debe considerar dentro de las funciones y habilidades 
de los ejecutivos de ventas. 
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Fuente: Elaboración propia 
Base: 47 
 
La rapidez de la respuesta (68%) y el precio competitivo (24%) son factores 
determinantes que se debe considerar a la hora de negociar con nuestros clientes, 
asimismo el contar con un buen relacionamiento con los fabricantes nos ayudara 
a contar con precios competitivos y accesibles para nuestros clientes. 
 
18. ¿Cuál es su fuente preferida para conocer las novedades y las mejoras sobre 
Seguridad de la Información? 
 
Fuente: Elaboración propia 
Base: 49 
 
Nuestros encuestados mencionan que su fuente preferida para conocer novedades 
es a través de un evento (65%) o leer un boletín mensual (31%) por lo cual nuestro 
negocio realizara eventos en conjunto con nuestros fabricantes y envío de 
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Anexo 2: Entrevista a profundidad 
Se realizaron 05 entrevistas a profundidad a los encargados del área de la 
tecnología de la información, siendo esto los resultados:  
 
 
Fuente: Elaboración propia 
Los resultados indican que el servicio más utilizado es la Red WAN y esto se debe 
porque cualquier empresa que tenga acceso al internet se encuentra expuesta a virus como 
el malware, por lo cual es necesario controlar el uso de recursos como el internet para que 
no nos lleve a dominios maliciosos, controlar la descarga y controlar el acceso de los 
usuarios. 
 
Fuente: Elaboración propia 
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En una pequeña empresa la disponibilidad del servicio es una situación relevante 
que podría generar un ciberataque, asimismo, la mediana empresa y la administración 
pública resaltan como situaciones relevante que podrían generar un ciberataque, la 
disponibilidad del servicio, evitar la fuga de la información y la infección por malware, 
por tal motivo existe conciencia por parte de los consumidores de contar con políticas de 
seguridad de la información que puedan ayudar a evitar estos ciberataques. 
 
Fuente: Elaboración propia 
Algunos entrevistados indican estar dispuesto en asumir un riesgo de ciberataque 
y esto debe a que el personal a cargo es externo, sin embargo, en su mayoría, muchos nos 
estarían dispuestos asumir un ciberataque ya que podría traer consecuencias muy críticas 
para la empresa. 
 
 
Fuente: Elaboración propia 
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Es una gran oportunidad para nuestro negocio, porque en los tres segmentos, los 




Anexo 3: Matriz de Calificación de Oportunidad de Negocio 
 
 









Anexo 5 Encuesta de Satisfacción 
 
 








Anexo 6 Modelo de Propuesta Técnica 
 






















Anexo 7 Segmentación Empresarial 
 
 
Instituto Nacional de Estadísticas e informática – Directorio Central de 


















Anexo 8 Segmentación de Empresas de acuerdo a la Región 
 
Instituto Nacional de Estadística e informática – Directorio Central de 







Anexo 9 Guía de Pauta 
GUIA DE PAUTA 
INTRODUCCIÓN: 
Buenos días/tardes/noches, mi nombre es xxxx estudiante de la maestría de Marketing y 
Gestión Comercial de la Universidad Tecnológico del Perú. 
Propósito: 
El motivo de la entrevista es conocer tus inquietudes, sugerencias, expectativas y 
recomendaciones sobre los servicios de Seguridad de la Información. 
Reglas de Juego: 
a) Relájate 
b) No hay respuestas correctas ni incorrectas a estas preguntas. Lo que queremos es 
que 
c) nos digas tu opinión 
d) La entrevista será grabada en audio. 
 
PREGUNTAS: 
1. ¿Usted actualmente en qué tipo de empresa trabaja? 
2. ¿Qué tipo de servicios de seguridad de la información utiliza? 
3. ¿Ha sufrido algún ciberataque dentro de su organización? 
4. ¿Está dispuesto a asumir el riesgo de un ciberataque por no contar con una 
















Anexo 9 Encuesta 
ENCUESTA 
Buenos días/tardes, el motivo de esta encuesta es conocer tus inquietudes, sugerencias, 
expectativas y recomendaciones sobre los servicios de Seguridad de la Información. 
La encuesta dura aproximadamente 15 minutos, desde ya agradecemos tu participación. 
DESCRIPCION DEL SERVICIO 
19. ¿A qué sector pertenece la empresa donde usted labora? 
 Tecnología 









20. ¿Cuántos empleados tiene la empresa donde usted labora? 
    
 1 a 50 
 51 a 100 
 101 a 200 
 201 a 500 
 501 a 1000 
 1001 a 5000 
 Más de 5000 
 
21. ¿Cuál es su cargo en la empresa? 
 Administración de riesgos 
 Director/Jefe de TI 
 Oficial de Seguridad 








22. ¿Cuál es la facturación anual de la empresa donde usted labora? 
    
 Menor a 5 millones 
 5 a 10 millones 
 10 a 20 millones 
 20 a 50 millones 
 Más de 50 millones 
 
23. ¿Cuáles son las principales razones para implementar políticas sobre Seguridad 
de la Información? 
 Mejorar la postura de seguridad de la información. 
 La naturaleza de nuestro negocio nos obliga. 
 Para ganar una ventaja competitiva. 
 Asegurar el cumplimiento legal y normativo. 
 Requerido para licitar para nuevos negocios. 
 Requerido por nuestros clientes existentes. 
 Otro:___________________________________________________ 
 
SEGURIDAD DE LA INFORMACIÓN 
24. ¿Cuál es el principal beneficio de implementar políticas sobre Seguridad de la 
Información?  
 Mejorar la Seguridad de la Información en toda la organización. 
 Mejorar la imagen/reputación de la compañía. 
 Mejorar nuestra ventaja competitiva. 
 Crear nuevas oportunidades de negocio. 
 Mejor conocimiento del personal sobre la seguridad de la información. 
 Mejorar los procesos internos. 
 Retención de los clientes actuales. 





25. ¿Cuál consideras que ha sido o será el mayor desafío para asegurar la 
participación de la junta directiva en las políticas de Seguridad de la 
Información? 
 No tuvimos ningún reto, la junta directiva acepto inmediatamente el 
acuerdo. 
 Aprobación del presupuesto para las iniciativas de implementación de 
Seguridad de la Información. 
 Convencer a la junta directiva que la Seguridad de la Información es un 
asunto crítico para los negocios de la empresa. 
 Permisos para emplear los recursos humanos y poder entregar el proyecto. 
 Otro:___________________________________________________ 
 
26. ¿Cuál consideras que ha sido o será el mayor desafío para implementar las 
políticas de Seguridad de la Información? 
 Encontrar el personal adecuado. 
 Determinar que teníamos el nivel correcto de competencias y experiencia. 
 Entendimiento de los requerimientos de la norma. 
 Contar con el presupuesto requerido. 
 Otro:___________________________________________________ 
 
27. ¿Cuál ha sido el costo de implementar políticas de Seguridad de la Información? 
    
 Menos de $5,000 
 $5,000 a $30,000 
 $30,000 a $100,000 
 $100,000 a $500,000 
 $500,000 a $1,000,000 
 
28. ¿Utiliza servicios de Seguridad de la Información? 
    





29. ¿Con que frecuencia? 








SATISFACCIÓN DE SERVICIO Y MOTIVOS DE BAJA 
30. ¿Cuáles son los proveedores con los que usted suele trabajar servicios de 









31. En general, ¿cuán satisfecho/a está con su relación con los siguientes 
proveedores? 





 Muy satisfecho (a) 
 
32. ¿Cuáles son los motivos más comunes por los que trabaja con un proveedor? 
 Mejor solución técnica. 
 Es rentable para el negocio. 
 El proveedor tiene relacionamiento con el fabricante. 
 Relación con el proveedor. 
 Soporte post venta. 
 Rapidez en la respuesta que solicito. 
 Precio competitivo. 
 Otro:___________________________________________________ 
 
33. ¿Cuál ha sido el motivo principal para dar de baja en el servicio? 
129 
 
 Ya no neecesito el servicio. 
 He encontrado otro servicio alternativo que cubre mejor mis necesidades. 
 La calidad del servicio no ha cubierto mis expectativas. 
 La facilidad de uso del servicio no ha cubierto mis expectativas (era difícil 
de utilizar de lo que esperaba) 
 La atención al cliente no ha cubierto mis expectativas. 
 Otro:___________________________________________________ 
 
34. Al momento de reunirse con el ejecutivo o representante de ventas ¿Qué es lo 
que más valora? 
 Conocimiento del portafolio. 
 Conocimiento de la empresa que va atender. 
 Empatía con la problemática. 
 La puntualidad. 
 
35. Al momento de solicitar una propuesta técnica/comercial ¿Qué es lo que más 
valora? 
 El diseño técnico. 
 El precio competitivo. 
 La rapidez de la respuesta. 
 Otro:___________________________________________________ 
 
36. ¿Cuál es su fuente preferida para conocer las novedades y las mejoras sobre 
Seguridad de la Información? 
 Leer un correo electrónico. 
 Leer un boletín mensual. 
 Leer un blog. 
 Reunirse o hablar por teléfono con el ejecutivo de cuentas. 
 Mirar un video. 
 Asistir a un evento. 
 Otro:___________________________________________________ 
 
 
