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Il presente lavoro si pone l’obiettivo di studiare, sia dal punto di vista teorico che pratico, la 
funzione di Internal Auditing in Unicredit relativa alla pianificazione di un intervento di Audit, 
con riferimento specifico allo sviluppo di un progetto formativo per gli Auditors di tutto il 
Gruppo Unicredit “AUDIT ACADEMY”. La finalità che si prefigge il progetto dell’Accademia 
è quella di incrementare e convalidare le competenze di ogni singolo Auditor all’interno di 
Unicredit, studiando un apposito programma formativo per ogni singolo appartenente alla 
Famiglia di Unicredit. 
La funzione di Internal Audit sta diventando sempre più importante, soprattutto per la 
complessità e articolazione dei sistemi di controllo attivi nelle diverse realtà. Negli anni recenti 
fino ad oggi, in risposta alle notevoli difficoltà incontrate dal management nel monitorare e 
valutare direttamente i sistemi di controllo, è nata la necessità di sviluppare la funzione di 
Internal Auditing. 
In Italia, l’Internal Auditing resta tuttora una disciplina relativamente “nuova”: poche sono le 
società con una funzione di Internal Auditing strutturata secondo i più recenti standard 
internazionali (quasi esclusivamente quelle di dimensioni medio-grandi, e cui azioni sono per 
lo più quotate presso una borsa valori).  
L’Internal Auditing è un’attività indipendente e obiettiva di Assurance e Consulenza, 
finalizzata al miglioramento dell’efficacia e dell’efficienza dell’organizzazione. Assiste 
l’organizzazione nel perseguimento dei propri obiettivi tramite un approccio professionale 
sistematico, che genera valore aggiunto in quanto finalizzato a valutare e migliorare i processi 
di controllo, di gestione dei rischi e di corparate governance. Questa definizione è opera 
dell’Institute of Internal Auditors statunitense(IIA-USA), tradotta dall’associazione italiana 
Internal Auditors. 
 Un sistema di controllo interno efficace e efficiente è una prerogativa fondamentale per la 
creazione di valore nel medio e lungo termine, per la salvaguardia dell’attività e per una 
percezione corretta dei rischi che consenta un’adeguata allocazione del capitale.  
Se questo è vero per tutte le imprese, a maggior ragione vale per le aziende bancarie, come il 
Gruppo Unicredit. Infatti alla fine degli anni Novanta, l’intensificarsi della competitività, della 
dinamicità e dell’instabilità dei mercati finanziari e lo sviluppo di attività bancarie non 
tradizionali hanno portato una aumento della rischiosità dell’attività bancaria.  
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Tale contesto ha reso fondamentale porre l’attenzione sul riuscire a perseguire una “sana e 
prudente gestione”, verso il soddisfacimento di tutti gli stakeholder; attraverso una maggior 
efficacia degli strumenti di controllo aziendale. 
Nel primo capitolo del presente lavoro, illustriamo la pianificazione di un intervento di Audit, 
con riferimento al caso specifico di Unicredit S.p.a., cercando di mettere bene a fuoco i fattori 
di rischio più frequenti e tutti gli attori coinvolti in questo processo. Si evidenzia, la 
suddivisione delle Librerie di Gruppo relative a processi, rischi e Subsidiaries,  l’utilizzo di 
“Audit Universe” in Unicredit S.p.a., il processo del Risk Assessment con i suoi possibili 
risultati. 
 
Nel secondo capitolo focalizziamo l’attenzione sull’incarico di Audit, facendo riferimento alla 
fase di preparazione dell’intervento, all’esecuzione dell’intervento e alla comunicazione dei 
risultati. Inoltre si affronta anche la parte relativa alla supervisione dell’intervento, con le 
relative carte lavoro, focalizzandoci anche sui documenti che verranno prodotti alla fine 
dell’intervento. 
 
Nel terzo capitolo soffermiamo la nostra attenzione sul progetto “Audit Academy”, sviluppato 
da Unicredit ai fini formativi degli Auditors di tutto il Gruppo. Ne analizziamo la struttura e 
l’organizzazione, i soggetti coinvolti con un analisi dettagliata del percorso formativo.  
 
Quindi andremo a vedere un progetto sviluppato da un grande gruppo bancario: Unicredit 
Group. Per questo, nel quarto capitolo, cercheremo di tirare le somme per quanto riguarda i 
risultati ottenuti fino ad oggi dal progetto, guardando con particolare attenzione alle prospettive 





CAPITOLO 1: LA PIANIFICAZIONE 
 
1.1 LA PIANIFICAZIONE DELL’ATTIVITA’ DI AUDIT IN UNICREDIT 
 
 La Pianificazione descrive il processo che determina l’audit coverage e definisce le priorità 
relative alle attività di Internal Audit. In particolare sono descritti gli strumenti e le tecniche per 
lo sviluppo di una strategia pluriennale, per la definizione del Piano Annuale e del programma 
operativo dettagliato. Il processo di Planning descritto, in seguito, e si suddivide nelle seguenti 
componenti: 
 
- Librerie di Audit di Gruppo 
 
- Audit Universe 
 
- Risk Assessment 
 
- Piano Pluriennale 
 
- Piano Annuale 
 
- Piano Operativo 
 
1.1.2 LE LIBRERIE DI GRUPPO 
 
Le Librerie di Audit di Gruppo elencano tutti i processi, le società controllate (ossia le 
Subsidiaries) e gli ulteriori elementi auditabili del Gruppo, rappresentando l’operatività e 
l’ambiente di controllo del Gruppo UniCredit nel suo insieme. Le Librerie di Gruppo 
rappresentano il punto di partenza di ogni responsabile della funzione di Internal Audit per 
definire l’Audit Universe relativo alla propria Legal Entity, questo approccio favorisce e 
facilita: 
 




- la comparabilità dei risultati di audit del Gruppo 
 
- la cooperazione e la comprensione reciproca 
 
- l’efficienza del processo di gestione, aggiornamento e personalizzazione dell’Audit Universe 
 
- infine una più veloce condivisione della conoscenza tra le diverse Legal Entity del Gruppo. 
 
Le Librerie di Audit di Gruppo riflettono le diverse categorie degli elementi sulla base delle 
necessità del Gruppo e delle singole Legal Entity, fornendo una struttura comune, che permette 
il consolidamento dei risultati all’interno del Gruppo, sia a livello di Holding che di Sub-
Holding. Qualsiasi richiesta di personalizzazione locale delle librerie, da parte del Responsabile 
della funzione di Internal Audit, non deve compromettere la comparabilità tra Legal Entity del 
Gruppo. 
 
Le Librerie di Gruppo attualmente sviluppate sulla base delle necessità del Gruppo e delle Legal 
Entity sono: 
 
- Libreria dei Processi: elenco dei processi societari 
 
- Libreria dei Rischi: elenco delle principali categorie di rischio 
 
- Libreria delle Subsidiaries: elenco di tutte le Subsidiaries appartenenti al Gruppo 
 
La Unit Global Audit Methodologies di Unicredit è responsabile della definizione 
dell’architettura e dei contenuti delle Librerie dei Processi di Gruppo. In particolare garantisce:  
 
- la completezza fino al terzo livello; 
 
- chiarezza ed univocità interpretativa; 
 




Le Librerie sono soggette ad aggiornamento continuo. La funzione locale di Internal Audit 
indirizza le proposte di modifica integrazione fino al 3° livello alla Unit Global Audit 
Methodologies di Unicredit con l’invio di un’e-mail dettagliata che contiene i motivi della 
richiesta di modifica o di integrazione.  
Unit Global Audit Methodologies di Unicredit analizza le proposte e decide circa 
l’implementazione delle opportune modifiche. Pertanto, la decisione finale circa 
l’aggiornamento delle Librerie è sempre responsabilità della Unit Global Audit Methodologies 
di Unicredit, così come l’aggiornamento di Audimex è responsabilità della Unit IT Tools, Data 
Providing & Operational Support. 
Se necessario, altre librerie (es. Outsourcing Arrangements, Prodotti) possono essere sviluppate 
a supporto per la redazione del Piano di Audit Pluriennale e del Piano di Audit Annuale 
elaborato dal Responsabile della funzione di Internal Audit così come la predisposizione della 
reportistica e la valutazione del Sistema dei Controlli Interni. Pertanto, se il Responsabile della 
funzione locale di Internal Audit avesse necessità di aggiungere ulteriori categorie all’Audit 
Universe della Legal Entity, egli comunica tale necessità alla Unit Global Audit Methodologies 
di Unicredit prima di procedere con lo sviluppo locale. 
 
Libreria Dei Processi di Gruppo 
 
Tutti i processi aziendali di tipo “end-to-end”1 sono compresi nella Libreria dei Processi di 
Gruppo di Audit, incluse le attività esternalizzate, anche considerando la normativa di Gruppo 
ed esterna.  Sulla base della struttura ad albero composta da quattro livelli, le “Aree” (Livello 




- Core Business 
                                                          
1 Secondo quanto riportato nella UC Global Policy di “Process Management”, OdS 661, un processo end-to-end 
“descrive la catena del valore conseguente alla trasformazione di un servizio o di un prodotto dalla richiesta 
iniziale di un cliente interno/esterno fino alla consegna finale del prodotto o servizio. Tale rappresentazione non 
considera le suddivisioni organizzative interne. La finalità ultima è di focalizzare l’attenzione sulle fasi 
operative che conducono dalla richiesta iniziale di un cliente esterno o di una struttura interna (input del 
processo) ad deliverable finale (output del processo) e grazie alle quali l’azienda acquisisce un utile economico 
o soddisfa un esigenza della struttura organizzativa. Sebbene questa definizione sia afferente ai processi di 







- Servizi di Back Office inseriti nel “Back Office Service Catalogue”, principalmente 
riguardanti Attività /processi esternalizzati al Service Provider di Gruppo. 
 
Dove è necessario, sulla base dell’approccio “end-to-end”, ciascun processo è ulteriormente 
suddiviso in processi Mega e Major, fino ad arrivare al livello di Legal Entity (Livello IV), al 
fine di supportare meglio la pianificazione delle attività di Audit ed i controlli relativi 
all’adeguata copertura. 
In particolare, la suddivisione nel quarto livello potrebbe rendersi necessaria se un processo 
Major (Livello III) fosse ancora troppo ampio e includesse sotto-processi significativamente 
diversi che potrebbero essere auditati separatamente, ad esempio per ragioni regolamentari. In 
questo caso è importante tenere traccia della relativa copertura di Audit in un orizzonte di lungo 
periodo. 
La Libreria dei Processi deriva dal Group Process Tree2 Model fornito a livello di Gruppo dal 
Dipartimento di Organization di UniCredit. La Unit Global Audit Methodologies di Unicredit 
riconcilia periodicamente le differenze tra la Libreria dei Processi di Audit di Gruppo e il GPT 
Model, al fine di assicurare comunque l’allineamento generale, la completezza e la coerenza 
della Libreria dei Processi di Audit di Gruppo. 
Con la finalità di permettere un approccio di Audit comune nelle diverse Legal Entity, i primi 
tre livelli sono Standards a livello di Gruppo e ogni modifica è effettuata a livello di Gruppo. 
In alcuni casi, anche il quarto livello è disponibile a livello di Gruppo al fine di supportare 
meglio ciascun Responsabile della funzione di Internal Audit nella costruzione dell’Audit 
Universe della Legal Entity di riferimento. Al fine di migliorare la comprensione generale dei 
processi e di facilitare l’identificazione dell’Audit Universe di ciascuna Legal Entity, è 





                                                          
2 GPT: Group Process Tree 
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Libreria dei Rischi di Gruppo 
 
Con la finalità di assicurare una corretta prospettiva, su quali rischi abbiano un impatto 
potenziale sui processi della Legal Entity e quali processi siano soggetti a questi impatti, la 
Libreria dei Rischi di Gruppo identifica tutte le categorie di rischio definite nella policy di 
Gruppo, in Linea con il Framework del Group Risk Management. I rischi Legal & Compliance 
e IT sono inclusi nella definizione di Rischio Operativo, tuttavia, a causa della loro 
significatività sull’attività di Internal Audit, sono stati resi espliciti. Viceversa, il rischio di frode 
è incluso nella categoria di Rischio Operativo.  
 
Libreria delle Subsidiaries di Gruppo 
 
La Libreria di Gruppo delle Subsidiaries permette di definire, per ciascuna Legal Entity, l’Audit 
Universe relativo alle proprie società controllate direttamente o indirettamente che potrebbero 
essere auditate. La struttura di tale Libreria è basata su tre o quattro livelli, secondo 
un’architettura ad albero ed è raggruppata come segue: 
 
- a livello di Area, Subsidiaries; 
 
- a livello di Mega, accorpamenti relativi alle Sub-Holding (es. accorpamento UCB AG, 
accorpamento UC Bank Austria, accorpamento UC Leasing, accorpamento Bank Pekao); 
 
- a livello di Major, Subsidiaries appartenenti agli accorpamenti. 
 
In fase di costruzione dell’Audit Universe della Legal Entity, ciascun Responsabile della 
funzione di Internal Audit seleziona gli elementi al terzo livello e aggiunge, dove ritenuto 
opportuno, al quarto livello le principali categorie di rischio, come il Rischio di Credito, Rischio  
di Mercato, Rischio Operativo, Rischio di Liquidità, Rischio di Compliance e IT. Queste 






1.1.3 AUDIT UNIVERSE 
 
 
L’Audit Universe è l’elenco di tutti i possibili elementi auditabili della Legal Entity e costituisce 
il punto di partenza per l’espressione della valutazione del Sistema dei Controlli Interni. I 
processi rappresentano gli elementi di base dell’Audit Universe: un Audit Universe basato sui 
processi di una Legal Entity fornisce al Responsabile della funzione di Internal Audit una 
migliore visibilità dei rischi e controlli chiave che interessano trasversalmente le unità 
organizzative e le aree geografiche in cui opera la stessa Legal Entity.  
Inoltre, per garantire la completezza degli elementi, il tutto con il fine di acquisire una maggiore 
comprensione del funzionamento del Sistema di Controlli Interni, il Responsabile della 
funzione di Internal Audit dovrebbe includere nel perimetro delle attività di Internal Audit 
anche le unità organizzative, i sistemi ed applicativi IT, i prodotti, i network, le attività 
esternalizzate dalla Legal Entity, le Subsidiaries ecc. 
La granularità dell’Audit Universe al quarto livello dovrebbe riflettere le specificità della Legal 
Entity. Alcuni quarti livelli già definiti per il perimetro di Unicredit S.p.A., sono disponibili 
nella Libreria e possono essere adottati dalla funzione di Internal Audit. E’ responsabilità del 
Responsabile della funzione di Internal Audit assicurare che il proprio Audit Universe 
comprenda tutte le attività della Legal Entity. Per questo, si raccomanda che la funzione di 
Internal Audit verifichi che tutte le unità organizzative della Legal Entity siano associate ai 
processi inclusi nell’Audit Universe, assicurando così la completezza di quest’ultimo. Se il 
Responsabile della funzione di Internal Audit riscontra la mancanza di un processo nei primi 
tre livelli nella Libreria dei Processi di Gruppo, quest’ultimo contatta la Unit Global Audit 
Methodologies di Unicredit al fine di valutare come aggiungere il nuovo elemento alla Libreria. 
Al fine di garantire la completezza, rilevanza e accuratezza del perimetro di attività di Internal 
Audit e l’adeguata copertura, ciascun Responsabile della funzione di Internal Audit elenca tutti 
i processi e gli altri elementi auditabili e quindi li include nel Piano Pluriennale della Legal 
Entity. 
La creazione di un corretto Audit Universe consente al Responsabile della funzione di Internal 
Audit di assicurare l’adeguato monitoraggio dell’audit coverage e di mitigare i rischi. Il 
Responsabile della funzione di Internal Audit è responsabile della creazione e 
dell’aggiornamento annuale dell’Audit Universe della Legal Entity. Per assicurare la 
completezza dell’Audit Universe, la funzione di Internal Audit associa a ciascun processo le 
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relative Unità Organizzative. Il Responsabile della funzione di Internal Audit può verificare 
l’eventuale mancanza di dati usando un report scaricabile dal Tool IT. 
Il Responsabile della funzione di Internal Audit è responsabile di aggiornare l’Audit Universe 
della Legal Entity prima di iniziare il processo di Risk Assessment. Questo aggiornamento 
dovrebbe considerare le proposte incluse nelle Librerie di Gruppo ed i cambiamenti 
organizzativi relativi alla Legal Entity. 
Il processo di definizione dell’Audit Universe segue un percorso diverso a seconda che sia 
relativo a UniCredit S.p.A. oppure alle altre Legal Entities in service, prevedendo responsabilità 
e iter di validazione diversi. 
 
Definizione dell’Audit Universe di Unicredit Spa 
 
Il Dipartimento di Audit Monitoring, partendo dalla Libreria dei Processi di Gruppo e con il 
supporto del Dipartimento di Audit Methodologies & Processes è responsabile della 
manutenzione dell’Audit Universe di Unicredit S.p.A., che include i processi a livello di Legal 
Entity e di Filiali Estere. 
Un livello di mappatura appropriato e coerente dovrebbe essere garantito sulla base della 
struttura organizzativa e dei processi di Unicredit S.p.A. Ciascun processo dell’Audit Universe 
è assegnato a un Process Owner tra i Responsabili di Unit di Group Audit e i Network Audit 
Manager, in base ai rispettivi perimetri di competenza. 
L’Audit Monitoring, annualmente attiva il processo di manutenzione dell’Audit Universe, 
chiedendo ai Process Owner (in qualità di persone responsabili della completezza dell’Audit 
Universe dei rispettivi perimetri) di fornire le proposte di modifiche, se ritenute appropriate. 
Il Dipartimento di Audit Monitoring, con il supporto del Dipartimento di Audit Methodologies 
& Processes, aggiorna quindi l’Audit Universe assicurandone così la completezza e la coerenza. 
Il Responsabile del Dipartimento di Group Audit e il Responsabile del Dipartimento di Country 
Italy Network Audit lo esaminano e lo convalidano in base ai rispettivi perimetri di competenza. 
L’Audit Universe di Unicredit S.p.A. è quindi completato con l’inserimento delle Subsidiaries: 
il Responsabile del Dipartimento di Group Audit è responsabile della comprensione del rischio 
nell’ambito del perimetro UniCredit, considerando che il Responsabile del Dipartimento di 
Internal Audit di Unicredit è il responsabile ultimo di tutte le società controllate del Gruppo 
UniCredit. Per questo, il Responsabile del Dipartimento di Group Audit è responsabile di 
valutare quali Subsidiaries siano adatte ad essere incluse come elementi auditabili. 
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Gli elementi auditabili di Unicredit S.p.A. sono almeno i seguenti: 
 
1. Tutte le Legal Entities controllate direttamente appartenenti al Gruppo Bancario 
 
2. Tutte le Legal Entities controllate indirettamente appartenenti al Gruppo Bancario, 
classificate “Banca” 
 
3. Tutte le ulteriori Legal Entities considerate rilevanti in termini di rischio da parte del 
Responsabile dell’Internal 
 
La revisione dell’Audit Universe di Unicredit S.p.A. viene infine presentata al Responsabile 
del Dipartimento di Internal Audit per la sua approvazione finale. 
 
1.1.4 RISK ASSESSMENT 
 
Il processo di Risk Assessment valuta la rilevanza degli elementi dell’Audit Universe, i 
principali rischi ad essi collegati e l’adeguatezza dei relativi controlli. Predispone le basi per 
una pianificazione dell’attività di Audit basata sul rischio. Si basa sulla combinazione della 
valutazione del Rischio Inerente e dell’Adeguatezza del Sistema dei Controlli Interni associati 
a ciascun elemento dell’Audit Universe. Infine Determina un “Audit Need” come linea guida 
per la definizione delle priorità di audit e viene effettuato almeno una volta l’anno.   
In particolare, il processo di Risk Assessment consente alla funzione di Internal Audit di 
valutare il rischio inerente e l’adeguatezza del Sistema di Controlli Interni per ciascun elemento 
dell’Audit Universe (es. Processo, Subsidiary, unità organizzativa, progetto) e di determinare 
l’appropriato Audit Need. Tale Processo è definito in modo da consentire l’analisi del rischio  
con un approccio coerente e chiaro, affinché i relativi risultati possano anche essere confrontati 








Il Processo di Risk Assessment  
 
Il processo di Risk Assessment è composto dalle seguenti fasi principali: 
 
1. Identificazione dell’elemento dell ’Audit Universe; 
 
2. Comprensione delle priorità strategiche e di business a livello di Legal Entity; 
 
3. Raccolta di informazioni di contesto, al fine di ottenere una comprensione approfondita 
dell’elemento dell’Audit Universe; 
 
4. Valutazione del rischio, mediante l’applicazione del Modello di Risk Assessment: 
rischio inerente e adeguatezza del Sistema di Controlli Interni; 
 
5. Regolare aggiornamento del Risk Assessment per l’elemento dell’Audit Universe. 
 
L’Audit Universe della Legal Entity è aggiornato prima dell’inizio della fase di Risk 
Assessment, generalmente pianificato tra fine agosto e settembre. Al fine di ottenere 
un’adeguata conoscenza degli elementi dell’Audit Universe e appropriate informazioni di 
background relative al Sistema dei Controlli Interni della Legal Entity in questione, la funzione 
di Internal Audit raccoglie e analizza nel continuo tutti i documenti e le informazioni ad esso 
relative. Tali documenti includono, tra gli altri, bilanci, business plan, budget annuali, 
previsioni macroeconomiche, perdite operative, report emessi dalle Autorità di Vigilanza e 
dalla Società di Revisione. 
Il Responsabile della funzione di Internal Audit discute con il Top Management e con l’Organo 
di Governo della Legal Entity le priorità strategiche e di business, le potenziali problematiche, 
che possono ostacolare il raggiungimento degli obiettivi strategici e di business della Legal 
Entity e quelle con impatti sulla propensione al rischio. Gli esiti di questa discussione sono 
fondamentali per la funzione di Internal Audit, al fine di acquisire consapevolezza sul loro 
grado di comprensione del rischio, la loro valutazione e le loro aspettative ed al fine di ottenere 
una visione d’insieme adeguata e prospettica circa le strategie e gli obiettivi della Legal Entity. 
Sulla base dell’Audit Universe aggiornato della Legal Entity, gli auditor responsabili del Risk 
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Assessment, in generale gli Audit Manager iniziano il Processo di Risk Assessment almeno al 
terzo livello dell’Audit Universe, applicando il “Questionario di Risk Assessment”.  
Il Risk Assessment al terzo livello dovrebbe essere coerente con gli esiti dei Risk Assessment 
effettuati sui livelli inferiori dell’Audit Universe. 
Il Responsabile della funzione di Internal Audit approva il Risk Assessment della Legal Entity 
ed è responsabile della sua accurata esecuzione. Nel caso in cui il Responsabile della funzione 
di Internal Audit deleghi tale compito, egli è responsabile dell’individuazione di valutatori 
competenti che effettuano il Risk Assessment per suo conto. 
Il Risk Assessment deve essere aggiornato: 
 
1. Almeno annualmente tra il terzo e il quarto trimestre, essendo una fase del processo di 
              Pianificazione dell’attività di audit 
 
2. Al termine delle attività di audit effettuate i cui risultati mettono in discussione la 
valutazione del precedente Risk Assessment 
 
3. Nel caso in cui informazioni importanti comportino significative modifiche nella 
valutazione del rischio inerente o dell’adeguatezza del Sistema dei Controlli Interni, a 
seguito dell’introduzione di nuovi processi, unità o altri elementi inclusi nell’Audit 
Universe. 
 
L’aggiornamento continuo del Risk Assessment è la base per una pianificazione flessibile e 
orientata al rischio delle attività di audit. Pertanto in caso di modifiche significative del Risk 
Assessment nel corso dell’anno, il Responsabile della funzione di Internal Audit deve valutare 
la necessità di aggiungere ulteriori attività di Audit al Piano Annuale approvato. 
 
Risk Assesment di Unicredit Spa 
 
Il Risk Assessment è effettuato almeno al livello più basso tra i processi selezionati. Le attività 
di pianificazione sono applicate a quel livello dell’Audit Universe. Il Process Owner 
(Responsabile di Unit del Dipartimento di Group Audit o Country Italy Network Audit) esegue 
il Risk Assessment sui processi dell’Audit Universe di riferimento e determina una proposta in 
termini di Audit Need per i propri processi. Il Responsabile del Dipartimento di Group Audit o 
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Country Italy Network Audit, esamina le proposte di Risk Assessment, così come definite dai 
Responsabili di Unit e, dove concordino con le risultanze, procedono alla convalida. Il 
Dipartimento di Audit Monitoring analizza i risultati e valuta la coerenza complessiva e la 
completezza di tali risultati di Risk Assessment che include anche le attività esternalizzate.  
I risultati del Risk Assessment di Unicredit S.p.A. sono successivamente presentati al 
Responsabile dell’Internal Audit Department per l’approvazione finale. È responsabilità dei 
Process Owner aggiornare il rating del Risk Assessment, al termine di un intervento di Audit 
con i risultati che mettono in discussione la valutazione del precedente Risk Assessment, ogni 
volta si abbiano nuovi elementi di giudizio. 
 
 
Il Modello Di Risk Assessment 
 
Il Modello di Risk Assessment di seguito descritto si applica agli elementi dell’Audit Universe, 
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1.1.5 RISCHIO INERENTE 
 
Il rischio è la possibilità che l’accadimento di un evento o un’azione possa influire 
negativamente sulla Legal Entity o sull’attività oggetto di revisione. 
Il rischio è inerente cioè intrinseco in ogni attività, indipendentemente dall’esistenza o 
dall’efficacia dei controlli. Per questo, il rischio inerente rappresenta l’incertezza o il grado di 
esposizione, assumendo l’assenza di controlli.  
Il rischio inerente è il rischio connesso alla natura delle attività e dipende da fattori di rilevanza 
come ad esempio il volume d’affari, l’ammontare delle risorse, delle attività, dei costi, dei 
profitti, la complessità del business o delle transazioni, requisiti esterni e altri aspetti specifici. 
Il giudizio del Rischio Inerente Complessivo per ciascun elemento dell’Audit Universe è 
composto dalla valutazione della Rilevanza dell’elemento dell’Audit Universe, confrontata con 
la Legal Entity nel suo insieme, e dalla valutazione dell’Impatto in termini di rischio delle 
categorie di rischio associate all’elemento.  
Sia la Rilevanza sia l’Impatto in termini di Rischio dovrebbero essere valutati non solo secondo 
la situazione attuale e passata ma anche in un’ottica prospettica, come sulla base di business 
plan o budget. 
Generalmente le valutazioni soggettive influenzano la determinazione del rischio inerente e gli  
elementi finora descritti potrebbero non essere esaustivi. Pertanto la valutazione dei principali 
fattori come il volume d’affari, l’ammontare delle risorse, il valore delle attività, dei costi e dei 
profitti, la complessità del business o delle transazioni guidano il giudizio professionale per la 
valutazione di tali rischi. 
In generale, per ogni categoria di rischio valutata, al valutatore del Risk Assessment non è 
richiesto di fornire l’ammontare dell’impatto o della probabilità di accadimento di un evento o 
azione che potrebbe influire negativamente sulla Legal Entity. Piuttosto il valutatore esprime 
un giudizio professionale circa il rischio inerente, considerando tutte le informazioni 
disponibili. In particolare, è fortemente raccomandato di fornire un commento in caso di 
valutazione “Very High” o “High” al fine di rendere maggiormente oggettiva la valutazione del 
Rischio Inerente: il valutatore conferma il proprio giudizio professionale evidenziando chiare 






1.1.6 ADEGUATEZZA DEL SISTEMA DEI CONTROLLI INTERNI 
 
Dopo aver valutato il livello complessivo di Rischio Inerente, il valutatore considera 
l’adeguatezza del Sistema dei Controlli Interni per ciascun elemento dell’Audit Universe con 
riferimento a: 
 
 Controlli, che comprendono la valutazione del disegno e il funzionamento dei controlli 
di linea (1° livello) e di secondo livello, e la consapevolezza dei controlli da parte del 
Management e dello Staff. Nel caso in cui l’elemento dell’Audit Universe oggetto di 
Risk Assessment sia una Subsidiary, anche le attività della funzione di Internal Audit 
devono essere valutate in termini di copertura e affidabilità, limitatamente ai principali 
processi auditati. 
 
 Affidabilità delle informazioni, includendo la valutazione del tempo trascorso 
dall’ultimo Audit e l’ampiezza del perimetro di analisi dei precedenti Audit, così come 
l’accuratezza e la tempestività di altre informazioni significative su cui si basa il Risk 
Assessment. 
 
Il valutatore utilizza il proprio giudizio professionale, considerando le precedenti attività di 
Audit ed i risultati dell’attività di Audit Tracking, con particolare riferimento ai rilievi Critici 
ed Importanti. Inoltre, il valutatore dovrebbe considerare altre informazioni rilevanti, se 
disponibili: 
 
 Report emessi dalla Società di Revisione e dalle Autorità di Vigilanza, i relativi rilievi 
e attività Tracking connesse 
 Risultati delle Special Investigation 
 Frodi interne ed esterne 
 Attività di consulenza dell’Internal Audit 
 Normative e Policy interne 
 Perdite operative 
 Reclami di Clienti 





In particolare, deve essere fornito un commento in caso di valutazione “Unsatisfactory” o 
“Poor” il quale conferma il giudizio professionale evidenziando chiare analisi e interpretazioni, 




L’Audit Need è definito come il livello di attività di audit appropriato, in termini di frequenza 
e intensità, al fine di consentire un ragionevole livello di Assurance sul Sistema dei Controlli 
Interni del corrispondente elemento dell’Audit Universe. L’Audit Need è il risultato della 
combinazione della valutazione del Rischio Inerente Complessivo e della Adeguatezza 
Complessiva del Sistema dei Controlli Interni così come definiti nella Matrice del Risk 
Assessment. 
 
Questionario Di Risk Assessment 
 
Per applicare il Modello di Risk Assessment, un questionario supporta il valutatore nella 
definizione e nella comprensione dell’Audit Need relativo agli elementi dell’Audit Universe. Il 
questionario si compone delle seguenti sezioni: 
 
1. Rischio Inerente, contenente la valutazione del rischio inerente dell’elemento 
dell’Audit Universe oggetto di analisi, che risulta costituito dalla rilevanza e 
dall’impatto in termini di rischio a livello di Legal Entity. 
 
2. Sistema dei Controlli Interni, contenente la valutazione dell’adeguatezza del Sistema  
dei Controlli Interni con riferimento all’affidabilità delle informazioni e dei controlli di 
linea e di secondo livello ed alla consapevolezza dei controlli stessi. 
 
3. Audit Need, basato sulla combinazione dei risultati della valutazione del Rischio 
Inerente e del Sistema dei Controlli Interni. L’Audit Need indica la priorità in termini 
di audit da assegnare al corrispondente elemento dell’Audit Universe. 
 
Per il Risk Assessment delle Subsidiaries si utilizza uno specifico questionario. 
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Il Questionario è costituito da domande a risposta multipla che si fondano sul giudizio 
professionale del valutatore. Nonostante questo, risulta fondamentale che il valutatore dedichi 
la necessaria attenzione alla compilazione del questionario, non procedendo quindi ad una 
semplice selezione delle risposte tra quelle possibili, ma che esprima le proprie analisi e 
considerazioni fornendo adeguate spiegazioni a supporto delle risposte assegnate alle domande. 
Nel rispondere a ciascuna domanda vengono quindi presi in considerazione sia aspetti 
quantitativi sia qualitativi relativi agli elementi dell’Audit Need. Il Responsabile della funzione 
di Internal Audit è responsabile della qualità del questionario. Gli Audit Manager possono 
supportare il Responsabile della funzione di Internal Audit nella predisposizione del 
questionario, in ogni caso l’approvazione finale è di responsabilità del Responsabile della 




























IR. RISCHIO INERENTE COMPLESSIVO 
IR.1 RILEVANZA 
IR.1.1 Contributo al raggiungimento delle priorità e degli obiettivi strategici di business 
IR.1.2 Complessità del business/ transazioni/ operazioni/ procedure 
IR.1.3 Esistenza e fabbisogno di adempimento alla normativa esterna 
IR.1.4 Livello di dinamicità del business 
IR.1.5 Considerando le valutazioni degli aspetti sopra menzionati come valuti la Rilevanza? 
IR.2 IMPATTO IN TERMINI DI RISCHIO 
Come valuti l'impatto dei seguenti rischi? 
IR.2.1 rischio di credito 
IR.2.2 rischio di mercato 
IR.2.3 rischio di liquidità 
IR.2.4 rischio operativo 
IR.2.5 rischio reputazionale 
IR.2.6 rischio legale e di Compliance 
IR.2.7 rischio strategico 
IR.2.8 rischio di business 
IR.2.9 rischio di investimento finanziario 
IR.2.10 rischio immobiliare 
IR.2.11 rischio IT 
IR. Considerando la Rilevanza e tutti gli Impatti in termini di rischio come valuti il RISCHIO 
INERENTE COMPLESSIVO? 
 
La Rilevanza dell’elemento è definita come la sua significatività per la Legal Entity in termini 
di (domande da IR 1.1 a IR 1.4): 
 
 Contributo al raggiungimento delle priorità e degli obiettivi strategici e di business. 
La valutazione si basa principalmente su interviste al Management, su piani strategici, di 
business e operativi e sulla materialità. I fattori quantitativi a supporto della valutazione, in 
termini di contributo alla Legal Entity sono, a titolo non completo: totale attività/passività, 
crediti, depositi, volume o valore delle transazioni, ricavi & costi, reddito operativo, altre voci 
di conto economico, attività finanziarie (assets under management, assets under custody, 
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depositi diretti), dati di budget, numero di clienti ecc. Non è richiesta l’applicazione di alcun 
livello di default a causa delle differenze esistenti tra le Legal Entities e tra i processi.  
 
 Complessità del business / transazioni / operazioni / procedure. 
La valutazione si basa principalmente sulla complessità dei prodotti, dei servizi, delle 
operazioni, delle procedure o degli aspetti contabili. Nella valutazione della complessità, sono 
inoltre considerati: l’interrelazione con altre aree, funzioni, attività e la velocità di cambiamento 
nei processi o nelle transazioni. 
 
 Esistenza e fabbisogno di adempimento alla Normativa Esterna. 
La valutazione si basa principalmente sull’ampiezza della Normativa Esterna con impatti  
sull’elemento considerato. 
 
 Livello di dinamicità del business. 
La valutazione si basa principalmente sulla suscettibilità dell’elemento ad elevati livelli di 
crescita o di dinamicità del business o sulla presenza di modifiche rilevanti, rilevate 
successivamente all’ultimo Risk Assessment. 
Le domande da IR 1.1 a IR 1.4 sono linee guida che supportano il valutatore nella 
determinazione della Rilevanza.  
Le domande di default hanno una risposta “NOT ASSESSED”. Il valutatore fornisce 
spiegazioni e commenti evidenziando i principali fattori quantitativi, le informazioni raccolte e 
considerate nella loro valutazione. 
Sulla base delle risposte associate alle domande enunciate sopra viene assegnato un rating finale 
alla Rilevanza dell’elemento (domanda IR 1.5). Tale rating dovrebbe essere coerente con le 
risposte fornite alle domande da IR 1.1 a IR 1.4. 
 
La Rilevanza (domande da IR 1.1 a IR 1.5) è valutata su una scala a quattro livelli: 
 
 Very High: qualora al processo siano associate alte priorità strategiche o di business o 
requisiti normativi estesi o quando lo stesso risulti influenzato da dinamiche di business 




 High: qualora al processo siano associate significative priorità strategiche o di business 
e significativi requisiti normativi o quando lo stesso risulti influenzato da dinamiche di 
business e quando il processo sia standardizzato solo parzialmente. 
 
 Medium: qualora al processo siano associate priorità strategiche o di business non 
significative o alcuni requisiti normativi o quando lo stesso risulti influenzato da 
dinamiche di business e quando il processo sia principalmente standardizzato. 
 
 Low: qualora al processo non siano associate priorità strategiche o di business o quando 
lo stesso risulti influenzato da limitati requisiti normativi e dinamiche di business e 
quando il processo sia semplice o standardizzato. 
 
Le domande da IR 2.1 a IR 2.11 si riferiscono alla valutazione dell’Impatto in termini di Rischio 
per ciascuna categoria di rischio. 
L’Impatto dei Rischi associati all’elemento, è definito come l’effetto potenziale che un rischio 
potrebbe avere sulla Legal Entity. A seconda del tipo di rischio, l’effetto può causare ad 
esempio perdite finanziare, accantonamenti, perdite di valore o di profitti, danni reputazionali, 
multe o impatti sulla liquidità. 
Alcuni dei fattori a supporto della valutazione dell’impatto potrebbero essere l’RWA, gli indici 
di capitale, il Costo del Rischio, il numero e l’ammontare dei reclami, VAR, contributo delle 
attività di trading sul P/L, indici di liquidità di breve e di lungo termine, numero e significatività 
degli incidenti operativi. Non è richiesta l’applicazione di alcuna soglia di livello di default a 
causa delle differenze esistenti tra le Legal Entities e tra i processi. 
 
L’Impatto in termini di Rischio per ciascuna categoria di rischio è valutato su una scala di 
quattro livelli: 
 
 Very high: l’impatto potrebbe impedire il raggiungimento degli obiettivi e la 
sopravvivenza del business potrebbe essere a rischio; 
 
 High: l’impatto potrebbe minacciare gli obiettivi funzionali e l’operatività potrebbe 




 Medium: l’impatto potrebbe richiedere alcuni aggiustamenti al processo nel suo 
complesso o tempo o risorse significativi potrebbero essere richiesti; 
 
 Low: l’impatto potrebbe compromettere limitatamente una componente del processo e 
è possibile una limitata interruzione dello stesso. 
 
Nel caso in cui una categoria di rischio non si applichi all’elemento (ad es. il Rischio di Credito 
nella valutazione di un processo di Supporto), il valore “NOT APPLICABLE” deve essere 
assegnato. 
Il valutatore deve assegnare un valore almeno all’Impatto dei Rischi primario e secondario 
associati all’elemento. 
Per ciascun elemento, il Rischio Inerente Complessivo (domanda IR) deve essere valutato 
usando la stessa scala di rating utilizzata per le categorie di rischio.  
Considerando che non ci sono meccanismi automatici di ponderazione dei rating assegnati alle 
singole categorie di rischio o della valutazione di Rilevanza, si considerano le seguenti linee 
guida per l’assegnazione del valore finale del Rischio Inerente Complessivo: 
 
- Un rating più alto assegnato alla Rilevanza non comporta automaticamente un più alto 
Rischio Inerente Complessivo. In base al giudizio professionale del valutatore, il rating 
attribuito all’Impatto in termini di Rischio potrebbe controbilanciare un maggior rating 
attribuito alla Rilevanza. 
 
- Pertanto un maggior rating attribuito al Rischio Inerente Complessivo potrebbe essere 
assegnato in conseguenza di una significativa Rilevanza, dell’accumulo di Impatti in 
termini di rischio relativi a diverse categorie e del giudizio professionale del valutatore. 
 
 
1.2 SISTEMA DEI CONTROLLI INTERNI 
 
La Sezione Sistema di Controlli Interni è composta da due sezioni: Affidabilità delle 






Affidabilità delle Informazioni 
 
La determinazione del Sistema dei Controlli Interni relativo all’elemento considerato dipende 
principalmente dal tempo trascorso dall’ultimo Audit e dall’intensità di tale Audit, oltre che dal 
suo livello generale di tempestività e completezza delle informazioni. 
 
 
SCI.ADEGUATEZZA COMPLESSIVA DEL SISTEMA DEI CONTROLLI INTERNI 
SCI.1 AFFIDABILITA’ DELLE INFORMAZIONI 
SCI.1.1 Tempo trascorso dall'ultimo Audit: l'ultimo Audit è stato condotto 
SCI.1.2 Intensità dell'Audit precedente: l'elemento è stato auditato 
SCI.1.3 Tempestività/completezza: le informazioni disponibili per il Responsabile della 
funzione di Internal Audit a sostegno del Risk Assessment  
SCI.1.4 Considerando le valutazioni degli aspetti, come si valuti l'Affidabilità delle 
informazioni sulle quali si basa il Risk Assessment? 
 
 
Le seguenti definizioni si applicano alla valutazione del tempo trascorso dall’ultimo Audit: 
 
 Very High: negli ultimi 12 mesi; 
 
 High: da più di 12 mesi ma entro i 2 anni; 
 
 Medium: tra 2 e 3 anni; 
 
 Low: da più di 3 anni o nessun Audit svolto. 
 
Le seguenti definizioni si applicano alla valutazione dell’ampiezza del perimetro di analisi 
dell’Audit precedente, quando applicabile: 
 
 Very High: tutti gli aspetti; 
 




 Medium: solo alcuni aspetti selezionati; 
 
 Low: condotti solo interventi di follow up sull’elemento considerato o non applicabile 
nel caso in cui l’elemento non sia mai stato auditato. 
 
Le seguenti definizioni si applicano alla valutazione della tempestività/completezza (ossia alla 
qualità delle informazioni disponibili per il Responsabile della funzione di Internal Audit a 
supporto del Risk Assessment): 
 
 Very High: completamente aggiornate e complete; 
 
 High: aggiornate e complete – lievi ritardi o assenza di informazioni minori; 
 
 Medium: informazioni parzialmente obsolete o incomplete; 
 
 Low: informazioni obsolete o insufficienti. 
 
 
Il rating finale relativo all’affidabilità delle informazioni (domanda SCI 1.4) viene quindi 




SCI.ADEGUATEZZA COMPLESSIVA DEL SCI 
SCI.2 CONTROLLI 
SCI.2.1 Come si valuta l'adeguatezza dei controlli di linea (1° livello)? 
SCI.2.2 Come si valuta l'adeguatezza dei controlli di 2° livello? 
SCI.2.3 Come si valuta l'adeguatezza dei controlli di 3° livello?  
SCI.2.4 Come si valuta la consapevolezza del Management sui Controlli relativamente 
all'elemento? 






Le domande SCI 2.1 e SCI 2.2 fanno riferimento all’adeguatezza dei controlli di linea e di 
secondo livello. La loro valutazione è principalmente basata sulle attività di Audit eseguite 
sull’elemento, sulle attività di Audit Tracking e sul giudizio professionale. Ulteriori elementi 
che il valutatore considera sono, tra gli altri, la qualità e l’adeguatezza del sistema IT, delle 
risorse umane, delle policy e procedure, della supervisione del Management e Senior 
Management, dei sistemi di reportistica, dei processi di risk management, dei processi di 
governance. Tali fattori dovrebbero assicurare l’efficacia e l’efficienza di tutti i livelli di  
controllo. 
 
La domanda SCI 2.4 riguarda la consapevolezza del Management sui Controlli. In particolare, 
fa riferimento alla consapevolezza e alla supervisione che Management e Staff hanno sui rischi,  
sull’esistenza ed sul funzionamento dei controlli, sulla mancanza di controlli ed la 
comprensione di tale mancanza, su cambiamenti organizzativi di governance, processi e di 
sistemi previsti nei successivi 12-18 mesi e sui cambiamenti macroeconomici e di scenario, 
riguardanti l’oggetto di valutazione. 
I Controlli (domande da SCI 2.1 a 2.3) sono valutati su una scala a quattro livelli: 
 
 Good: la consapevolezza sul controllo è eccellente in ogni aspetto; 
 
 Satisfactory: la consapevolezza sul controllo è adeguata a mitigare il relativo Rischio 
Inerente; 
 
 Unsatisfactory: la consapevolezza sul controllo non è del tutto adeguata a mitigare il 
relativo Rischio Inerente; 
 





Eccezionalmente, nel caso in cui il valutatore non abbia informazioni sul Sistema di Controlli 
Interni relativo all’elemento, dato che nessuna attività di Audit è stata eseguita nel passato, il 




Il rating finale relativo ai Controlli (domanda SCI 2.5) viene quindi assegnato secondo una scala 
a quattro livelli: Good, Satisfactory, Unsatisfactory, Poor, coerentemente con le risposte fornite 
alle domande da SCI 2.1 a SCI 2.4. 
In base alla combinazione dei rating sull’Affidabilità delle Informazioni e sui Controlli, si 
applica la seguente matrice per la determinazione dell’Adeguatezza Complessiva del Sistema 




Il questionario di Risk Assessment propone il rating secondo una scala a quattro livelli: Good, 
Satisfactory, Unsatisfactory, Poor. Il rating “NO RELIABLE INFO” significa che il valutatore 
ha informazioni insufficienti o obsolete sull’elemento e pertanto non riesce a valutare 
positivamente l’Adeguatezza Complessiva del Sistema di Controlli Interni. 
Il valutatore deve confermare il rating proposto dalla matrice sull’Adeguatezza Complessiva 
del Sistema di Controlli Interni. Nel caso in cui il rating proposto sull’Adeguatezza 
Complessiva del Sistema di Controlli Interni non corrisponda al suo giudizio professionale, il 
valutatore può modificarlo, fornendo obbligatoriamente una spiegazione. 
 
In base alla combinazione dei rating sul Rischio Inerente Complessivo e sull’Adeguatezza  
Complessiva del Sistema di Controlli Interni, si applica la seguente matrice per la 




































In base ai risultati del Risk Assessment, il rating relativo all’Audit Need è classificato come 
segue: 
 
 Audit Need “Very High”: si richiede attività di audit molto frequente ed approfondita, 
al fine di fornire Assurance sul Sistema di Controlli Interni. 
 
 Audit Need “High”: si richiede attività di Audit frequente e ampia, al fine di fornire 
Assurance sul Sistema di Controlli Interni. 
 
 
 Audit Need “Medium”: si richiedono alcune attività di Audit nel medio termine, al 
fine di fornire Assurance sul Sistema di Controlli Interni. 
 
 Low Audit Need: non si richiede nessuna o limitate e non frequenti attività di Audit, al 
fine di fornire Assurance sul Sistema di Controllo Interni. 
 
Tutti gli elementi dell’Audit Universe devono essere soggetti a Risk Assessment e la frequenza 
degli interventi è basata principalmente sui risultati del Risk Assessment: le attività con un 
maggior livello di Audit Need devono essere auditate più frequentemente rispetto a quelle con 
livelli di Audit Need minori. Anche le modalità di inclusione dell’elemento nel piano di Audit 








































Il valutatore deve confermare il rating dell’” Audit Need” proposto dalla matrice. Nel caso in 
cui il rating proposto sull’Audit Need non corrisponda al suo giudizio professionale, il 
valutatore può modificarlo, fornendo obbligatoriamente una spiegazione. 
 
1.3 IL NETWORK RISK ASSESSMENT 
 
Partendo da quanto affermato nelle Group Audit Policy, il modello di Risk Assessment per il 
network si basa su un set di indicatori di rischio al fine di attribuire un ordine di priorità agli 
interventi sul network. Tale modello deve essere considerato come la best practice per il 
Gruppo Unicredit. Il modello si compone di 4 fasi che conducono all’identificazione di 
indicatori in grado di misurare i rischi con impatti sul Network: 
 
 Fase 1: identificazione dei processi che sono rilevanti a livello di Network (ordinati 
secondo il risk assessment annuale). Si tratta di quei processi i cui rischi saranno 
misurati mediante indicatori. I punti di partenza del modello sono: le attività, i rischi ed 
i controlli sui processi del network. La loro mappatura consente la chiara definizione 
del “perimetro” sul quale il modello deve focalizzarsi. Al fine di raggiungere 
l’obiettivo, occorre seguire i seguenti passaggi: 
 
 Identificazione dei processi   che riguardano la rete commerciale (ossia processi di 
network). I processi di network potrebbero essere posizionati al 4°Livello. 
 
 Localizzazione delle fasi dei processi nelle diverse Unità o Strutture gerarchiche del 
network (es. Direzioni Commerciali/Regionali, Aree Commerciali, Filiali). 
 
 Classificazione dei processi di network sulla base del risk assessment annuale. 
   
L’analisi evidenzia solo alcuni processi che iniziano nell’ambito del network. 
 
 Fase 2: identificazione e valutazione, per i processi rilevanti, dei loro rischi e dei relativi 
controlli nell’ambito delle attività dei processi di network. 
 
Entrambe le fasi 1 e 2 includono l’identificazione delle fasi dei processi (attraverso ad esempio 
l’analisi delle mappature dei processi, la comprensione di rischio e controlli sulla base 
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dell’esperienza e del giudizio professionale), dei rischi e dei controlli sulle diverse unità o 
strutture gerarchiche all’interno del network (ad es. Direzioni regionali, Aree commerciali, 
Filiali) e la loro valutazione in termini di rischio inerente e rischio residuo su una scala a quattro 
livelli (low, medium, high, very high).  
Il rischio residuo è definito come la porzione rimanente di rischio inerente dopo l’esecuzione 
dei controlli. E’ valutato da un team di auditor esperti sulla base della valutazione congiunta 
del rischio inerente e dell’efficacia del disegno dei controlli. 
 
 Fase 3: raccolta degli indicatori esistenti relativi ai processi identificati. In secondo 
luogo, selezione degli indicatori che misurano i rischi chiave (rischi valutati come 
“high” o “very high”). 
 
Qualora per alcuni rischi identificati come “high” o “very high” non ci sia alcun indicatore, lo 
stesso dovrebbe essere creato al fine di completare la misurazione dei rischi sul Network. Una 
volta identificati i rischi, al fine di focalizzarsi sulle esposizioni rilevanti, solamente quelli 
valutati “High” o “Very High” vengono considerati e quindi monitorati mediante indicatori 
denominati KRI3. Si noti che non tutti i rischi possono essere monitorati mediante indicatori 
(es. controlli sulle firme apposte al documento), in tali casi gli interventi on site risultano 
cruciali. Un singolo KRI può monitorare più di un rischio chiave ed al contrario un singolo 
rischio chiave può essere monitorati mediante diversi KRI. 
Gli indicatori associati ad un livello di rischio residuo valutato “Low” o “Medium” risultano di 
minore priorità poiché nel modello le attività di Risk Assessment dovrebbero concentrarsi sui 
rischi chiave. 
Al fine di mantenere tali KRI come un valido strumento è necessario rivalutare periodicamente 
i processi coinvolti (almeno annualmente ed aggiornati dopo ciascun audit sul relativo 
processo). 
 
 Fase 4: organizzazione e presentazione di indicatori selezionati in un “cruscotto” al fine 
di attribuire un ordine di priorità agli interventi di Audit e di analizzare, attraverso la 
visualizzazione del cruscotto, i fenomeni di rischio che impattano sul Network. 
 
                                                          
3 KRI: “Key Risk Indicators” 
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I valori dei KRI possono essere espressi sia come indici sia come numero di eventi, a seconda 
delle peculiarità del rischio misurato (es. gli indici possono utili al fine di evitare di focalizzarsi 
solo su grandi filiali). Per ciascun KRI un valore target può essere stabilito sulla base delle serie 
temporali disponibili, del giudizio professionale, della gestione della propensione al rischio, 
ecc. 
I KRI sono mostrati per processo, partendo da quei processi valutati “High”, quindi in ordine 
decrescente fino a quelli valutati “Low”. In base ai valori del KRI, le filiali sono classificate in 
ordine di Audit Need decrescente. 
Ciascun processo può essere esaminato in maggiore profondità identificandone e analizzandone 
le diverse fasi, al fine di ottenere il valore di ciascun KRI che le misura. Anche in questo caso, 
in base ai valori del KRI di ciascuna fase, le filiali sono classificate in ordine di Audit  Need 
decrescente. 
 
Risk Assessment sulle Subsidiaries per Unicredit S.P.A. 
 
Il Responsabile della funzione di Internal Audit è responsabile della comprensione del rischio 
nell’ambito del perimetro della propria Legal Entity, incluse le sue Subsidiaries. Pertanto il 
Responsabile dell’Internal Audit di Unicredit, responsabile di tutte le Subsidiaries del Gruppo 
Unicredit, ha la responsabilità di selezionare le Subsidiaries da includere tra gli elementi 
auditabili. 
Gli elementi auditabili di Unicredit S.p.A sono almeno le seguenti: 
 
 Tutte le Legal Entities controllate direttamente appartenenti al Gruppo Bancario 
 
 Tutte le Legal Entities controllate indirettamente appartenenti al Gruppo Bancario, 
classificate “Banca” 
 
 Tutte le ulteriori Legal Entities considerate rilevanti in termini di rischio da parte del 
Responsabile del Dipartimento di Internal Audit di Unicredit, sulla base del suo giudizio 
professionale o dietro specifica richiesta da parte del Management del Gruppo o delle 




Il livello IV della Libreria delle Subsidiaries di Gruppo è costituito dal dettaglio delle principali 
categorie di rischio (rischi di Basilea I e Basilea II) con impatti sulle Subsidiaries. 
Il processo di Risk Assessment sulle Subsidiaries non dovrebbe ignorare la solida infrastruttura 
su cui si basa il Modello di Internal Audit di Unicredit, in particolare il Principio di Affidamento 
Reciproco secondo il quale: “Al fine di garantire un processo di audit efficiente nell’ambito di 
tutta la Competence Line, ciascun Responsabile della funzione di Internal Audit abitualmente 
fa affidamento sulle attività di audit eseguite da altre funzioni di Internal Audit della 
Competence Line Internal Audit.” 
Considerando tale presupposto, la responsabilità del Risk Assessment sulle Subsidiaries è 
graduata secondo la struttura delle Subsidiaries nell’ambito del Gruppo: l’Internal Audit di 
Unicredit è quindi il responsabile primario per la valutazione delle proprie Subsidiaries 
controllate direttamente. La valutazione delle Subsidiaries controllate indirettamente dovrebbe 
essere eseguita dai Responsabili della funzione di Internal Audit delle Sub-Holding controllanti 
tali Subsidiaries. Di conseguenza, il processo di Risk Assessment sulle Subsidiaries fino alla 
definizione del Piano Annuale di Audit si fonda sulla solida collaborazione e sulla condivisione 
delle informazioni disponibili tra gli attori coinvolti in tale processo: Group Audit, Unicredit 
Audit Monitoring, funzioni di Internal Audit delle Sub-Holding funzioni di Internal Audit. 
Questo processo ha l’obiettivo di assicurare la condivisione della conoscenza senza 
compromettere l’indipendenza ed il giudizio professionale delle parti. 
 
Il processo di risk assessment consiste principalmente nella: 
 
 Raccolta di informazioni di background, al fine di ottenere una completa comprensione 
delle Subsidiaries; 
 





- Il Dipartimento di Audit Monitoring di Unicredit supporta Group Audit nella raccolta 
di tutte le informazioni rilevanti riguardanti la Subsidiary. Possibili fonti sono: le Risk 
Map predisposte dalla funzione di Internal Audit, gli IAAR Locali, le problematiche 
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chiave emergenti dagli Audit Report locali valutati “Non Soddisfacente” o “Critico”, i 
rilievi critici, le ispezioni da parte di Autorità di Vigilanza. 
 
- I Responsabili delle funzioni di Internal Audit delle Sub-Holding forniscono a Group 
Audit i loro Risk Assessment eseguiti sulle rispettive Subsidiaries (controllate indirette 
di Unicredit S.p.A.). Inoltre i Responsabili delle funzioni di Internal Audit delle Sub-
Holding condividono con Group Audit tutte le informazioni rilevanti e utili ai fini 
dell’effettuazione del Risk Assessment (es. piani strategici del Management delle Sub-
Holding relativi alle Subsidiaries, quali future cessioni di partecipazioni, fusioni,  
modifiche del management delle Subsidiaries, argomenti in discussione con i 
Responsabili delle funzioni di Internal Audit delle Subsidiaries). 
 
-  Group Audit inoltre discute con il Top Management e con il Consiglio di 
Amministrazione di Unicredit e con i Responsabili delle funzioni di Internal Audit delle 
Sub-Holding priorità strategiche, le problematiche o rischi potenziali relative alle 
Subsidiaries che impattano sulla propensione al rischio del Gruppo. Gli esiti di tale 
condivisione sono fondamentali per capire le loro aspettative, valutazioni e 
comprensione del rischio e consentire al Responsabile dell’Internal Audit di Unicredit 





L’obiettivo di tale risk assessment è supportare Group Audit nella valutazione della propria 
copertura di Audit in relazione alle Subsidiaries, al fine di valutare l’inclusione di eventuali 
attività di Audit sulle stesse all’interno del Piano Annuale. Group Audit valuta le Subsidiaries 
controllate dirette e le Subsidiaries controllate indirette considerando come punto di partenza il 









In questo caso Group Audit: 
 
o INTEGRA e/o rivede l’assessment sulla base delle informazioni addizionali e 
sulla base della diversa prospettiva  
                                                    OPPURE 
o ACCETTA di fare affidamento sull’assessment effettuato dalla Sub Holding in 




Il questionario di Risk Assessment è suddiviso in due sezioni: 
 
1)  SEZIONE GENERALE: dimensione, business, fattori di rischio, contesto di 
governance, interventi precedenti sulla Subsidiary. La prima domanda riguarda la 
dimensione della Subsidiary per la determinazione di tale grandezza.  
2) SEZIONE RISCHI: per ciascuna categoria di rischio dovrebbe essere valutato il 
rischio inerente, il rischio di controllo ed il rischio residuo che impattano sulla 
Subsidiary nel suo complesso, considerando la loro applicabilità: 
 
o La valutazione del Rischio Inerente è principalmente guidata dai RWA4  
 
o La valutazione del Rischio di Controllo dovrebbe essere basata principalmente sulle 
informazioni fornite dalla funzione di Internal Audit, sui risultati di Audit, sugli esiti 
dell’attività di Audit Tracking. 
 
o Il Rischio Residuo è valutato secondo il giudizio professionale. 
 
Con riferimento al rischio di Credito e al rischio di Compliance, nel questionario sono 
disponibili ulteriori livelli di dettaglio. La risposta a tali domande dipende dalla significatività 
del rating assegnato al rischio residuo complessivo con riferimento a quella categoria di rischio. 
 
                                                          
4 RWA: Risk Weighted Assets 
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- Sezione Audit Need: sulla base delle risposte fornite, il valutatore definisce se esiste un 
Audit Need relativo alla Subsidiary per l’anno corrente. Non è previsto invece un rating 
finale relativo all’Audit Need ai fini del Piano di Audit Pluriennale, in termini di 
copertura quinquennale della Subsidiary. 
 
Come principio generale, nel caso in cui la Subsidiary sia “Low” in termini di dimensione, è 
necessario completare solamente la Sezione Generale, concludendo che non c’è alcun Audit 
Need sulla Legal Entity, a meno che non risultino evidenti specifici fattori di rischio. 
 
Poiché l’obiettivo del questionario è quello di supportare il giudizio professionale, il valutatore 
deve fornire un commento a ciascuna domanda. I commenti dovrebbero: 
 
- Evidenziare analisi ed interpretazioni esplicite supportate ove possibile da evidenze (es. 
dati, report); 
 
- Essere coerenti con le altre risposte fornite.  
 
 
Al fine di evitare sovrapposizioni nello svolgimento di attività di Audit sulle Subsidiaries, 
considerando i risultati del Risk Assessment effettuato da Group Audit, Audit Monitoring 
verifica ed eventualmente segnala ai rispettivi attori coinvolti, che la copertura di Audit su tali 
Subsidiaries non sia duplicata. Tali considerazioni sono basate sull’analisi di: 
 
 Piani di Audit Locali ricevuti dal Responsabile della funzione di Internal Audit 
 
 Attività di Audit effettuate sulle Subsidiaries dalle funzioni di Internal Audit delle 
rispettive Sub-Holding 
 








1.4 LINEE GUIDA PER IL PROCESSO DI PIANIFICAZIONE DI AUDIT 
 
Il Dipartimento di Audit Monitoring di Unicredit invia ai Responsabili delle funzioni di Internal 
Audit delle Sub-Holding le Linee Guida Operative relative al processo di pianificazione di 
Audit. Tali Linee Guida forniscono i pilastri principali e le scadenze relative a: 
 
1. Processo di Risk Mapping: scadenza per le Risk Maps, incontri con i Responsabili 
delle funzioni di Internal Audit sulle Linee Guida di Audit e proposte di Global 
Audits; 
 
2. Linee Guida per la definizione dei Piani Annuali di Audit di Gruppo; presentazione 
dei Piani Annuali di Audit di Gruppo al Comitato di Controllo Interno & Rischi di 
Unicredit, approvazione formale delle stesse da parte del Consiglio di 
Amministrazione di Unicredit; 
 
3. Audit Planning: scadenza per l’invio dei Piani Annuali di Audit al Dipartimento di 
Audit Monitoring di Unicredit. 
 
Risk Mapping e Piani Annuali di Audit di Gruppo 
 
Il processo di Risk Mapping è finalizzato all’identificazione dei rischi più importati cui il 
Gruppo risulta esposto. La Risk Map di ciascuna Legal Entity costituisce uno strumento 
fondamentale nella fase del processo di costruzione del Piano Annuale. La Risk Map riguarda 
i principali 10 attività della Legal Entity ed è necessario che sia supportata da commenti relativi 
alle logiche sottostanti la valutazione, al contesto in termini di tipologia di rischio e 
all’evoluzione prevista durante il periodo del Business Plan pluriennale. Il  Responsabile della 
funzione di Internal Audit predispone la propria Risk Map secondo le seguenti linee guida: 
 
 Considera i processi end-to-end (es. Antiriciclaggio, Credito Corporate con particolare 
riferimento alla gestione delle garanzie / alla fase di concessione, Concessione crediti 





 Valuta il rischio con impatti sul processo, determinando la probabilità di avvenimento 
del rischio e la gravità correlata all’impatto in termini di rischio sulla Legal Entity (scala 
di rating: high, medium, low).  
 
 Infine fornisce brevi commenti sul contesto relativo al processo oggetto di valutazione, 
ovvero se si tratta di un processo sostanzialmente “stabile” o “soggetto a cambiamento” 
durante il periodo del Piano Pluriennale: considerando fattori interni ed esterni, un 
contesto può essere considerato stabile quando non si siano verificati cambiamenti 
significativi in termini di struttura organizzativa (fattore interno), nuovi prodotti (fattore 
interno), contesto normativo (fattore esterno), previsioni economiche (fattore esterno). 
 
Ciascun Responsabile della funzione di Internal Audit deve fornire la Audit Risk Map relativa 
alla propria Legal Entity. Successivamente il Dipartimento di Audit Monitoring di Unicredit 
presenta la Audit Risk Map consolidata per il proprio perimetro.  
Audit Monitoring di Unicredit definisce le Linee Guida per la definizione dei Piani Annuali di 
Audit di Gruppo che forniscono istruzioni generali sia a livello di Gruppo che di Legal Entity, 
nelle quali sono evidenziate le principali aree di interesse che dovrebbero essere considerate ai 
fini della definizione dei Piani di Audit. La predisposizione delle Linee Guida presuppone 
l’analisi delle seguenti fonti informative: 
 
 Le Risk Maps precedentemente richiamate e predisposte dai Responsabili delle funzioni 
di Internal Audit delle Sub-Holding e delle principali Legal Entity del Gruppo; 
 
 Analisi delle osservazioni espresse dalle Autorità di Vigilanza/ Società di Revisione; 
 
 Contributi del Top Management di Unicredit riguardanti le principali aree di rischio, 
raccolti mediante riunioni; 
 
 Scenario dei rischi ottenuto da fonti interne ed esterne; 
 
 Giudizio professionale di Unicredit, con il coinvolgimento dei Responsabili delle 
funzione di Internal Audit delle principali Legal Entity del Gruppo, sui principali rischi 
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aventi un impatto sul settore bancario e finanziario e sulle informazioni raccolte durante 
le attività di Monitoring e gli audit on-site. 
 
Tali Linee Guida costituiscono inoltre il punto di partenza per l’identificazione della lista di 
Global Audit da effettuare all’interno della Competence Line. Il coinvolgimento dei 
Responsabili delle funzioni di Internal Audit viene comunicato dal Dipartimento di Audit 
Monitoring di Unicredit nell’ambito del processo di pianificazione. 
Il Consiglio di Amministrazione di UniCredit, nell’esercizio del proprio ruolo di controllo e  
coordinamento, approva le linee guida.  
A seguito dell’approvazione, le Linee Guida sono inviate ai Responsabili delle funzioni di 
Internal Audit, solitamente entro il mese di ottobre, al fine di consentire che siano tenute in 
adeguata considerazione nella costruzione dei Piani Annuali di Audit locali. 
Inoltre il Dipartimento di Audit Monitoring di Unicredit invia ai Responsabili delle funzioni di 
Internal Audit le Istruzioni Operative di dettaglio relative alla pianificazione, all’approvazione 
ed ai processi di trasmissione dei Piani Annuali di Audit (es. tempistiche, categorie di rischio, 
piano operativo di Quality Assurance di Unicredit ecc.). 
 
1.5 PIANO DI AUDIT 
 
Il Piano di Audit ha lo scopo di consentire l’esecuzione delle attività di Audit in modo efficace 
ed efficiente in base ai risultati del Risk Assessment ed a requisiti legali e regolamentari e alle 
indicazione del Top Management. Sviluppa una strategia generale ed un approccio specifico 
sulla natura, le tempistiche e l’ampiezza degli interventi.  Per assicurare che tutti gli Audit siano 
eseguiti in modo efficace ed efficiente e siano completati tempestivamente, il piano di Audit è 
basato su una struttura ad albero: 
 
 Piano Pluriennale 
 
 Piano Annuale 
 







Il Responsabile della funzione di Internal Audit, analizzando le priorità di audit e bilanciandone 
l’ampiezza, la profondità e la frequenza su un orizzonte di tempo pluriennale, predispone il 
Piano Pluriennale di Audit garantendo un’efficace ed efficiente copertura di Audit. 
Perciò nella determinazione di un appropriato livello di audit coverage il Responsabile della 
funzione di Internal Audit tiene in considerazione il corretto trade-off su cosa includere e con 
che frequenza nel Piano di Audit. Il Responsabile della funzione di Internal Audit verifica che:  
 
 
-  La frequenza della copertura di Audit sia coerente con i rischi che potrebbero 
compromettere il raggiungimento di obiettivi strategici e di business: ovvero cercando 
di trovare le opportune frequenze per i relativi rischi; 
 
- Le risorse, durante tutto il periodo, siano state propriamente incaricate: ovvero che 
venga definita una strategia di lavoro tramite la quale allocare le risorse nel modo più 
efficace ed efficiente possibile in un orizzonte temporale pluriennale. 
 
Gli elementi da considerare nella costruzione del Piano Pluriennale con un orizzonte temporale 
massimo di 5 anni sono: Risk Assessment Locale che include anche le attività esternalizzate, e 
Audit locali obbligatori con frequenza periodica. 
Il massimo orizzonte temporale consentito per il Piano Pluriennale è di 5 anni. All’interno 
dell’intervallo, considerando i risultati del Risk Assessment, il Responsabile della funzione di 
Internal Audit potrebbe adottare un periodo di tempo ridotto per diverse ragioni (es. vincoli 
regolamentari, dimensione della Società, richieste da parte dell’Audit Committee della Società). 
 
Il Responsabile della funzione di Internal Audit predispone il Piano Pluriennale di Audit 
considerando i due seguenti fattori: 
 
- Risk Assessment Locale: il Piano Pluriennale si basa sull’Audit Need definito 
nell’ambito del Risk Assessment effettuato a livello locale. Pertanto, la costruzione del 
Piano Pluriennale è guidata dalla rischiosità e gli intervalli temporali dipendono dai 
risultati del Risk Assessment. Le altre attività di Audit, che non sono basate sul Risk 
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Assessment (es. tempo per consulenza su progetti, special Investigation) non sono 
incluse nel Piano Pluriennale e sono pianificate nel dettaglio nell’ambito del Piano 
Annuale. 
 
- Audit locali obbligatori con frequenza periodica: il secondo driver per la costruzione 
del Piano Pluriennale consiste nella considerazione degli Audit Locali da effettuare 
obbligatoriamente ad intervalli prestabiliti. Tali interventi, relativi ad elementi 
dell’Audit Universe comunque soggetti a Risk assessment, si intendono come attività 
di audit che devono essere effettuate con periodicità regolare, sulla base di vincoli legali 
o regolamentari. Si tratta, ad es. degli Audit richiesti dalle Autorità di Vigilanza e gli 
audit sul modello di remunerazione.  
 
Il Responsabile della funzione di Internal Audit verifica in quale misura gli interventi 
obbligatori e gli audit basati sul Risk Assessment possono essere combinati, al fine di evitare 
la duplicazione di attività e di ottimizzare l’utilizzo delle risorse. 
 
Dall’insieme degli elementi, il Responsabile della funzione di Internal Audit ottiene una bozza 
di Piano Pluriennale con un orizzonte temporale massimo di 5 anni. In caso di orizzonte  
temporale di 5 anni, gli elementi dell’Audit Universe con Audit Need “Very High”, “High” e 
“Medium” dovrebbero essere coperti durante un ciclo triennale. Il Piano Pluriennale di Audit è 
aggiornato annualmente su base regolare come parte del processo di pianificazione pluriennale 
continua. Anche le modifiche sulla rischiosità e gli aggiornamenti dell’Audit Universe 
influenzano il Piano Pluriennale di Audit. 
 
La frequenza di Audit deriva dai risultati del Risk Assessment, sulla base dei relativi Audit 
Need, ed è classificata come segue: 
 





Si richiede attività di Audit molto frequente ed 
approfondita
Si richiede attività di audit molto frequente e/o intesa
Si richiedono alcune attiità di audit nel medio termine
Non si richiede nessuna o limitate e non frequenti 
attività di audit
entro 12 mesi
tra 12 e 24 mesi
tra 24 e 36 mesi
non incluse obbligatoriamente nel piano annuale o 
plurienalle di audit se incluse entro 60 mesi
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Per gli elementi il cui Risk Assessment ha determinato un Audit Need “Low”, ci sono 3 diverse 
opzioni – a meno che non ci siano richieste regolamentari locali: 
 
- Includerli nella pianificazione di Audit, con una frequenza compresa tra i 36 e i 60 mesi, 
assicurando in questo caso, su base campionaria, la robustezza del Modello di Risk 
Assessment; 
 
- Coprirli mediante diversi approcci di audit quali i controlli a distanza; 
 
- Non includerli nella pianificazione di audit. Il Responsabile della funzione di Internal 
Audit si prende il rischio di non auditare gli elementi, quindi di determinare una 
valutazione del Sistema dei Controlli Interni non appropriata. Questo perché, i costi 
connessi a queste attività di Audit potrebbero essere maggiori rispetto all’assunzione 
del rischio. In questo caso il Responsabile della funzione locale di Internal Audit, in 
sede di presentazione agli Organi di Governo del Piano di Audit fornisce un adeguata 
informativa anche degli elementi dell’Audit Universe non inclusi nel Piano Pluriennale 
perché valutati con Audit Need “Low”. 
 
La decisione su quale opzione selezionare per ciascun elemento con Audit Need “Low”  spetta 
al Responsabile della funzione di Internal Audit e deve essere documentata. 
 
Il Responsabile della funzione di Internal Audit sulla base del proprio giudizio professionale 
può decidere di pianificare diversamente dalla frequenza raccomandata. Le deviazioni devono 
essere spiegate nelle carte di lavoro. 
 
Con riferimento al contenuto del Piano Pluriennale, il Responsabile della funzione di Internal 
Audit, per ogni anno, fornisce le seguenti informazioni direttamente nel Tool IT: 
 
- Elemento dell’Audit Universe scelto almeno al terzo livello della Legal Entity e 
identificato mediante il codice e la descrizione; 
 





- Audit Need per gli elementi dell’Audit Universe valutati e indicazione della relativa 
priorità di Audit; 
 
-  Frequenza di Audit assegnata agli elementi dell’Audit Universe in base all’Audit Need; 
 
-  Orizzonte temporale, anno per anno, che indica quando l’intervento è eseguito. Questa  
informazione è utile al fine di garantire l’esecuzione dell’intero ciclo di Audit ed 
assicurarne una adeguata copertura. 
 
Nell’ambito del processo di approvazione del Piano Annuale di Audit, il Piano Pluriennale 
potrebbe essere presentato agli Organi di Governo (es. Management Board o all’ Audit 
Committee) come documento a supporto per mostrare l’intero ciclo di Audit sull’Audit 
Universe oggetto di Risk Assessment. In aggiunta, il Piano Pluriennale potrebbe essere 
presentato per approvazione agli Organi di Governo se richiesto dalle Autorità di Vigilanza 
locali. 
Vincoli presunti in termini di risorse devono essere segnalati alla Competence Line Internal 




Il Piano Annuale ha l’obiettivo di definire le attività di Audit che saranno effettuate dalla 
funzione di Internal Audit Locale durante l’anno successivo, coerentemente alla normativa 
esterna e alle linee guida interne. Quindi definisce un’efficace allocazione delle risorse in 
termini di giorni/uomo e le tempistiche suddivise per trimestre. I driver per la costruzione del 
Piano Annuale sono: 
 
1. Risk Assessment locale 
 
2. Audit obbligatori locali con frequenza periodica 
 




4. Group Audit Plan Guidelines e lista dei Global Audit ricevute dal Dipartimento di 
Audit Monitoring di Unicredit 
 
5. Richieste da Autorità di Vigilanza/Organi di Governo/Gruppo/Management 
 
6. Altre attività di Audit 
 
7. Audit sulle attività esternalizzate – La lista concordata di tali Audit viene fornita 
dal Responsabile della funzione di Internal Audit del fornitore del servizio 
esternalizzato (Service Provider). 
 
Il Responsabile della funzione di Internal Audit predispone il Piano Annuale considerando il 
Risk Assessment Locale, in conformità al Piano Pluriennale, agli incarichi di Audit obbligatori 
ad intervalli determinati ed alle attività di follow up. Il Piano Pluriennale è la base per la  
preparazione del Piano Annuale. Pertanto, per prima cosa, il Responsabile della funzione di 
Internal Audit considera gli elementi di Audit pianificati nel primo anno del Piano Pluriennale. 
Successivamente analizza le Group Audit Plan Guidelines e la lista dei Global Audit ricevute 
dal Dipartimento di Audit Monitoring di Unicredit. Esamina le speciali richieste aggiuntive 
effettuate da: 
 
- Autorità di Vigilanza di Gruppo o locali (es. Banca di Italia, BaFin, FMA); 
 
- Management e Organi di Governo locali (ossia Management Board, Supervisory 
Board); 
 
- Management e Organi di Governo a livello di Gruppo. 
 
 
In caso di interventi sulle attività esternalizzate, il Responsabile della funzione di Internal Audit 
del beneficiario del servizio (Service Recipient) evidenzia, in allegato al Piano Annuale, la lista 
concordata degli interventi su tali attività, fornita dal Responsabile della funzione di Internal 
Audit -Service Provider al fine di mostrare tutte le attività di Audit pianificate. 
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Come già definito negli Internal Audit Group Standards, con riferimento alle attività forniti 
dalla Holding alle Società del Gruppo viene adottata la seguente regola generale: 
 
-  nel caso in cui le attività siano regolati da uno specifico contratto SLA5, il rapporto tra la 
Funzione locale di Internal Audit del Service Provider (UniCredit) e la Funzione locale di 
Internal Audit della Società destinataria del servizio (Service Recipient - Sub- Holding/Società) 
le attività di audit dovrebbe rispettare i principi generali applicabili ai servizi esternalizzati; 
 
-  se le attività non sono regolati da uno specifico contratto (SLA), in quanto svolti secondo il 
principio della governance a livello di Gruppo, le Funzioni locali di Internal Audit della Sub-
Holding e della Società devono basarsi sulle attività di Audit svolte da Unicredit IAD sulle 
attività fornite dalla Holding; quindi, le Funzioni locali di Internal Audit non svolgono nessuna 
attività di Audit sulla Capogruppo.  
 
Oltre alle informazioni già incluse nel Piano Pluriennale, per il Piano Annuale il Responsabile 
della funzione di Internal Audit fornisce le seguenti informazioni, per ciascun intervento di 
audit, direttamente nel Tool IT: 
 
- Perimetro di intervento: breve descrizione del perimetro dell’audit e dell’argomento. I 
principali destinatari di tali informazioni sono gli Organi di Governo di Unicredit. Sono 
necessarie ulteriori informazioni sulle attività pianificate nel caso in cui l’elemento 
deve essere coperto con più di un intervento. 
 
- Tipo di Audit: process audit/network audit/project audit/IT audit/special investigation/ 
first appraisal/ general review. Per ogni tipo di Audit deve essere indicata una delle 
seguenti attività: standard audit/ global audit / Subsidiary audit. Inoltre, nel caso sia 
effettuato più di un intervento per coprire l’elemento dell’Audit Universe, il 
Responsabile della funzione di Internal Audit sceglie l’Audit type più adatto nel 
relativo campo del Piano Annuale. 
 
-  Numero dell’intervento: se sarà effettuato più di un intervento di Audit per coprire 
l’elemento dell’Audit Universe, il Responsabile della funzione di Internal Audit 
                                                          
5 SLA: Service Level Agreement  
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dovrebbe dettagliare in questo campo il numero degli interventi da eseguire e nel campo 
“Audit objective” il titolo di tali interventi ed il relativo numero di persone (capacity). 
I dati, inclusi nel Piano Annuale, saranno forniti al Dipartimento di Audit Monitoring 
di Unicredit 
 
- Categoria di Rischio Primario  
 
- Auditati: è la struttura auditata  
 
- Date e risultati degli interventi precedenti. Se più interventi sono effettuati per coprire 
l’elemento dell’Audit Universe, il campo “risultato dell’intervento precedente” 
evidenzia la lista dei risultati precedenti disponibili. 
 
- Partnership Audit Unit: quando alcune attività di Audit comprese nell’Audit Objective 
sono eseguite insieme ad un’altra Unit/Società (es. IT audit). 
 
- Service Providers: nel caso di attività esternalizzate, evidenziare il Service Provider 
coinvolto. 
 





Audit Planning  
 
Il processo di pianificazione è governato dal Dipartimento di Audit Monitoring che inizialmente 
fornisce alle strutture di Audit interessate delle linee guida operative generali (fasi principali e 
scadenze). Successivamente consolida i Piani Annuali e Pluriennali preparati da Group Audit e 
Country Italy Network Audit e verifica: 
 




 La copertura degli elementi dell’Audit Universe sull’orizzonte temporale pluriennale (5 
anni), incluse le attività esternalizzate; 
 
 La copertura del Network; 
 
 Il rispetto delle Group Audit Plan Guidelines; 
 
 L’inclusione delle richieste ricevute da Autorità di Vigilanza, Organi di Governo e 
Management; 
 
 L’inclusione di audit di Follow up nel caso di valutazioni negative negli anni precedenti; 
 
 La capienza di giorni/uomo e la fattibilità; 
 
 
Il Responsabile dell’Internal Audit di Unicredit S.p.A. presenta il Piano di Audit al Consiglio 
di Amministrazione per l’approvazione.  
 
1.6 CALCOLO E ALLOCAZIONE DELLE RISORSE DISPONIBILI 
 
Il Responsabile della funzione di Internal Audit calcola la disponibilità annuale delle risorse 
utilizzando un modello di calcolo prestabilito basato sul totale di FTE 6approvati per anno, 
coerentemente al processo di budget della Competence Line di Internal Audit. Con FTE si 
intende la capacità lavorativa di una persona impiegata a tempo pieno. In particolare, il calcolo 
delle risorse disponibili deve essere basato sul budget della funzione di Internal Audit relativo 
agli FTE medi previsti nell’anno, anche considerando i flussi di risorse attesi in entrata e in 
uscita. La quantità di risorse disponibili per l’esecuzione degli interventi di audit è determinata 
considerando i seguenti elementi: 
 
 Giorni/uomo disponibili per auditor; 
 
 Deduzioni a livello di auditor; 
                                                          




 Deduzioni a livello di Department. 
 
 
Allocazione Delle Risorse Disponibili 
 
Infine, il Responsabile della funzione di Internal Audit assegna le risorse a ciascun intervento 
di Audit, allocando il totale dei giorni/uomo disponibili. 
L’allocazione delle risorse si basa sul giudizio professionale del Responsabile della funzione di 
Internal Audit (es. esperienza passata, complessità degli interventi, audit objective, esperienza 
del team di audit). La flessibilità del Piano Annuale è assicurata mediante due possibili opzioni: 
 
1) Utilizzando le risorse disponibili allocate nella categoria “special Investigation o 
interventi non pianificati”  
 
2) Sostituendo uno o più interventi pianificati con un nuovo intervento. 
 
 
Nel Piano Annuale deve essere mostrato l’utilizzo dell’intero ammontare di risorse di Audit ed 
è inoltre necessario indicare chiaramente l’ammontare di risorse disponibili non dedicate alla 
copertura dei propri rischi. Inoltre, il Responsabile della funzione di Internal Audit deve 
evidenziare alla Competence Line ed ai relativi Organi di Governo le discrepanze, in termini di 
eccesso o di carenza di risorse, tra i FTE effettivi e quelli approvati. La differenza deve essere 
evidenziata anche al Dipartimento di Audit Monitoring di Unicredit al fine di trovare con 
tempestività possibili soluzioni. 
 
Gestione del Piano di Audit 
 
Il calcolo del completamento del piano deve essere standardizzato al fine di fornire 
informazioni qualitative e quantitative in linea con un approccio risk based, su dati completi e 
risultati di completamento confrontabili. 
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Il set dei “Key Performance Indicator” (KPI), “Audit Plan Management” monitora lo stato di 
completamento progressivo del Piano Annuale sia in termini di interventi sia di giorni/uomo, 
l’utilizzo delle risorse disponibili e le special Investigation. 
Inoltre, su base trimestrale, gli Organi di Governo competenti devono essere informati sulla 
gestione del Piano di Audit mediante lo IAAR.  
Sebbene il set di KPI “Audit Plan Management” sia prodotto semestralmente nell’ambito del 
processo dei KPI, il Responsabile della funzione di Internal Audit deve monitorare 
regolarmente il piano e caricare trimestralmente la base dati, al fine di ottenere informazioni 
sul completamento del Piano Annuale. Di conseguenza, il Responsabile della funzione di 
Internal Audit prepara la sotto-sezione dello IAAR che include il completamento del Piano 
Annuale usando il set di KPI “Audit Plan Management” calcolato sulla base di un modello di 
dati approvato. 
Nello IAAR, il Responsabile della funzione di Internal Audit dovrebbe indicare almeno: 
 
1)  La descrizione dello stato del Piano; 
 
2) I commenti che evidenzino le ragioni più significative sottostanti i valori dei KPI; 
 
3) La descrizione delle modifiche significative intervenute nel Piano Annuale; 
 
4) La spiegazione dell’eventuale ritardo, e a fine anno, in caso di non completamento del 






Il Piano Operativo dettaglia il Piano Annuale descrivendo le attività da svolgere, le singole 
strutture o processi coinvolti, i tempi stimati, le risorse da incaricare nell’anno. Il Piano 
Operativo è finalizzato a: 
 





-  Monitorare le attività di Audit al fine di controllare costantemente lo stato del Piano 
Annuale. 
 
Una volta che il Piano Annuale è stato approvato dagli Organi di Governo competenti, il 
Responsabile della funzione di Internal Audit predispone il Piano Operativo, che costituisce 
uno strumento interno di pianificazione. 
Il Piano Operativo delle Legal Entities di maggiore dimensione e articolazione può essere 
riferito ad un periodo di tempo più breve (es. tre mesi), considerando che le attività da eseguire 
durante l’anno devono essere distribuite proporzionalmente, da un punto di vista sia qualitativo 
sia temporale. In ogni caso, si suggerisce di preparare un Piano Operativo almeno mensile o 
trimestrale nel caso di interventi sui processi ed un Piano Operativo mensile nel caso di 
interventi sul network. In particolare, lo “scheduling” di Audit definito nel Piano Operativo in 
termini sia di risorse sia di tempistiche, deve essere rivisto e aggiornato, se necessario, come 




























2.1 PREPARAZIONE DELL’INCARICO 
 
La preparazione dell’incarico ha lo scopo di: 
 
-  acquisire familiarità con obiettivi, processi, rischi e controlli dell’area auditata e con l’incarico 
di audit da svolgere; 
 
- sviluppare una strategia e un approccio per lo svolgimento dell’incarico di Audit. 
 
Si tratta di una fase cruciale, in quanto l’efficacia e l’efficienza dell’incarico di audit dipendono 
da una buona preparazione e pianificazione. 
 









COMUNICAZIONE DEI RISULTATI DI AUDIT
Condivisione dei 












COMUNICAZIONE DEI RISULSUPERVISIONE DELL'INTERVENTO







Nella fase di Preparazione dell’Incarico, il Team Leader definisce il “QAS7”. Secondo 
l’Engagement Quality Assessment, il QAS è l’indicatore preliminare che deve essere calcolato 
prima dell’avvio dell’incarico, al fine di definire la rischiosità dell’incarico in termini di 
Qualità, impostare le attività di Quality Review da eseguire durante l’incarico e identificare i 
ruoli e le responsabilità ai fini della Quality Assurance. 




Secondo il Piano operativo, la fase di scheduling consiste nel pianificare le risorse necessarie 
per l’incarico di Audit e nel determinare le tempistiche per l’esecuzione. 
Il Responsabile della funzione di Internal Audit è incaricato di condurre le attività di scheduling 
dell’incarico. 
Come prima cosa il Responsabile della funzione di Internal Audit deve rivedere e aggiornare, 
dove necessario, lo scheduling dell’incarico definito nella fase di pianificazione annuale in 
termini di risorse e tempistiche e successivamente nominare il Team Leader. 
Il Team Leader, oltre ai compiti di Auditor, ha la responsabilità di gestire l’incarico di Audit, 
in conformità alle linee guida fornite dal Responsabile della funzione di Internal Audit, 
assicurando il pieno rispetto degli obiettivi e del perimetro dell’incarico, nonché di guidare il 
Team di Audit. Il Team Leader monitora l’attività del Team di Audit in termini di tempistiche, 
costi e risorse preventivate, inoltre li confronta a fronte dei progressi dell’incarico di Audit. A 
seconda dell‘ampiezza e della complessità dell’incarico, nella definizione del Team di Audit 
vengono presi in considerazione i seguenti aspetti: 
 
1)  Numero e disponibilità di risorse; 
 
2) Competenze e livello di esperienza delle risorse; 
 
3)  Necessità e disponibilità di risorse esterne (Auditor di altre funzioni di Internal Audit o 
consulenti esterni) dove siano richieste ulteriori conoscenze e competenze. In 
particolare le aree comprese nel perimetro dell’incarico che potrebbero richiedere 
competenze e conoscenze specializzate sono ad esempio: controlli IT generali, controlli 
                                                          
7QAS: Quality Assurance Scoring 
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delle applicazioni IT, principali progetti, tassazione, normativa locale ecc. È importante 
considerare che, generalmente, il supporto da parte di altre funzioni di Internal Audit 
dovrebbe essere richiesto durante la fase di pianificazione annuale ed approvato dal 
rispettivo Responsabile della funzione di Internal Audit che riceve la richiesta.  
 
4) Obiettivi di sviluppo professionale degli Auditor in termini di necessità di training, in 
quanto ciascun incarico rappresenta la base per lo sviluppo delle competenze di Internal 
Audit. 
 
Il Team Leader può, inoltre, valutare il ricorso a “guest auditors” per determinate aree: una 
risorsa di business trasferita alla funzione di Internal Audit locale per la durata dell’incarico al  
fine di assistere il Team di Audit, apportando le conoscenze specialistiche richieste (ad es. trade 
marketer, tesoriere). La possibilità di ricorrere a un guest auditor viene discussa con il 
Responsabile della funzione di Internal Audit. 
Nella definizione delle tempistiche, infine, il Team Leader prende in considerazione il tempo 
necessario per qualsiasi spostamento tra sedi, così come eventuali festività locali previste nel 
periodo dell’incarico al fine di cercare di assegnare un tempo sufficiente allo svolgimento della 
supervisione dell’incarico. Il Team Leader fissa le date degli incontri chiave relativi al processo 
auditato e la disponibilità degli auditati e dei membri del Team di Audit e analizza il rapporto 





La Background Analysis rappresenta la fase in cui il Team di Audit raccoglie e analizza le 
informazioni e la documentazione preliminari in merito al processo auditato, al fine di: 
 
 Acquisire familiarità con il processo auditato, le relative attività, rischi e controlli; 
 
  Condurre una valutazione preliminare dei rischi rilevanti per il processo auditato, 
quindi comprendere ed essere allertato in merito a rischi potenziali ed esistenti (ad es. 
mancata separazione dei compiti, normativa interna assente o non aggiornata), da 
includere nel Work Program e sviluppare nel corso del Fieldwork. Il Team di Audit 
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considera le probabilità legate a errori significativi, frodi, non conformità e altre 
esposizioni a rischi significativi; 
 
 Assegnare priorità alle attività di Audit utilizzando un approccio basato sul rischio, 
prendendo decisioni circa il lavoro da svolgere nelle fasi successive dell’incarico, 
evitando azioni inefficaci ed inefficienze durante il Fieldwork. Le priorità delle attività 
di Audit definita nel corso della Background Analysis può essere aggiornata sulla base 
dei risultati delle successive fasi di audit (ad es. Entry Meeting); 
 
 Avviare una valutazione dei controlli chiave in termini di progettazione, ai fini di una 
migliore pianificazione dei test sui controlli da includere nel Work Program; 
 
 Descrivere in maniera più dettagliata gli obiettivi e l’ambito dell’incarico, sulla base 
delle considerazioni precedentemente menzionate. 
 
Il Team Leader stabilisce il livello di dettaglio della Background Analysis, prendendo in 
considerazione l’ampiezza, la complessità ed il tipo di incarico, al fine di indirizzare il 
Fieldwork con un approccio basato sul rischio. 
 
2.1.2   RACCOLTA PRELIMINARE DI INFORMAZIONI, ANALISI E 
COMPRENSIONE DEL PROCESSO AUDITATO 
 
Durante la Background Analysis, il Team di Audit deve raccogliere, analizzare e comprendere,  
dove disponibili e pertinenti, le seguenti informazioni: 
 
- Obiettivi del processo auditato (ovvero obiettivi strategici/operativi); 
 
- Mission delle funzioni auditate (ad es. in base alla definizione fornita nell’Internal 
Governance Rules Book); 
 
- Framework organizzativo (ad es. organigrammi, linee di riporto, job description, 
deleghe, dimensione staff); 
 




-  Framework normativo interno ed esterno (ad es. leggi, regolamenti esterni, policy e 
procedure di Gruppo e locali); 
 
- Relazioni emesse dalle Autorità di Vigilanza e da altre parti esterne rilevanti (ad es. 
Management Letter emessa dalla Società di revisione). Il Team di Audit è pienamente 
consapevole dei principali rilievi derivanti dalle attività precedentemente menzionate e 
dello stato di implementazione delle relative misure correttive; 
 
- Precedenti Audit Report o altra documentazione rilevante (ad es. carte di lavoro) 
riguardanti la stessa tematica o una tematica simile, così come lo stato di 
implementazione delle relative misure correttive; 
 
- Relazioni che potrebbero fornire informazioni aggregate sui trend generali in un 
periodo di tempo significativo o focalizzate su specifici fenomeni del processo (ad es. 
dati finanziari e operativi, dati su eventi operativi, relazioni prodotte dalle funzioni 
responsabili dei controlli di secondo livello, principali indicatori di rischio, KPI, 
reportistica del Management su casi di superamento dei limiti della propensione al 
rischio dell’organizzazione); 
 
- Attività esternalizzate: comprendere se parti significative del processo auditato sono 
state oggetto di outsourcing 
 
- Informazioni riguardanti recenti cambiamenti sostanziali apportati al processo da 
auditare, alle sue attività, ai controlli chiave, cioè ai progetti correnti e pianificati che 
hanno un impatto sulla struttura del processo; 
 
- Schemi di retribuzione e incentivazione per Manager e staff; 
 
- Identificazione di possibili benchmark per verificare l’efficacia e l’efficienza dei 
controlli e dei processi. Il confronto con il benchmark può essere effettuato utilizzando 
le informazioni disponibili all’interno del Gruppo (ad es. unità/aree che svolgono 
attività identiche o simili); tuttavia il confronto può essere effettuato anche con altri 
competitor che svolgono le stesse attività o affini (stato patrimoniale e conto economico 
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di competitor analoghi) o dati esterni ufficiali disponibili (ad es. prezzi di mercato, linee 
guida/checklist prodotte da associazioni professionali); 
 
- Dettagli dei petitum, contenziosi, ammende o sanzioni; 
 
- Eventuali ulteriori informazioni, documenti, dati che possono essere necessari  
 
In assenza di documenti formalizzati (ad es. mancanza di un organigramma o di una mappatura  
del processo), il Team di Audit valuta la possibilità di ottenere informazioni utilizzando 
procedure di Audit alternative, quali le interviste preliminari agli auditati, raccogliendo anche i 
commenti e i suggerimenti di questi ultimi, laddove siano utili al raggiungimento degli obiettivi 
di questa fase. I documenti raccolti nel corso della Background Analysis vengono conservati 
come carte di lavoro e la relativa documentazione, se disponibile in formato elettronico. 
Sulla base della documentazione e delle informazioni raccolte durante la Background Analysis, 
la comprensione del processo prevede l’analisi delle attività (da un livello più alto scendendo 
sino alle attività e alle operazioni specifiche) e dei controlli, dei ruoli e delle responsabilità 
associate, delle modalità in cui sono prese le decisioni operative, dei deliverables e dei sistemi 
di reporting. 
 
Per questo, il Team di Audit prende in considerazione i seguenti aspetti: 
 
1. Quali sono gli obiettivi del processo per la Legal Entity? 
2. Qual è il soggetto responsabile del processo? 
3. Dove inizia il processo? Dove finisce? Quali sono le fasi/sotto fasi del processo? 
4. Quali sono le relazioni tra il processo e gli altri processi rilevanti? 
5. Quali sono i rischi chiave per il raggiungimento degli obiettivi del processo? 
6. Quali controlli chiave sono in atto per prevenire il verificarsi di tali rischi o per identificarli 
una volta verificatisi? Sono stati implementati i controlli giusti? 
 
La formalizzazione della mappatura del processo, l’identificazione e la valutazione dei rischi, 
la descrizione dei controlli di processo e dei relativi obiettivi, la definizione dei KPI utilizzati 
per monitorare l’efficacia e l’efficienza del processo, rappresentano le responsabilità chiave del 
Management. Il Team di Audit acquisisce e analizza la documentazione disponibile seguendo 
un approccio al processo di tipo end-to-end. Nel caso in cui la documentazione relativa al 
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processo sia già stata acquisita, la necessità di raccolta documentale può essere limitata. Qualora 
non fosse disponibile una mappatura del processo dettagliata, il Team Leader può predisporla, 
per supportare l’incarico. 
È responsabilità del Team Leader accertare l’eventuale necessità di documentare ulteriormente 
il processo auditato. Dall’analisi e dalla raccolta di documentazione sul funzionamento del 
processo, il Team di Audit acquisisce consapevolezza sul disegno del processo, sul livello di 
formalizzazione, sui relativi controlli, sulle inefficienze, sulle sovrapposizioni, duplicazioni o 
sulle procedure mancanti. Durante il fieldwork, il Team di Audit svolgerà tutti i test necessari 
a confermare o eliminare eventuali punti di attenzione che emergono. Inoltre identifica i rischi 
chiave ed i relativi controlli. Senza una definizione dei rischi chiave sui quali l’incarico si dovrà 
concentrare, il Team di Audit potrebbe eseguire attività con livelli di rischio bassi. 
 
2.1.3 RISCHI E CONTROLLI CHIAVE 
 
Il “rischio chiave” identifica un evento che influisce negativamente sul raggiungimento dei 
principali obiettivi del processo. 
 Un controllo è qualsiasi azione intrapresa dal Management, dal Board o da altri Soggetti per 
gestire i rischi ed aumentare le possibilità di conseguimento degli obiettivi e dei traguardi 
stabiliti. Il Management pianifica, organizza e dirige l’esecuzione di iniziative in grado di 
fornire una ragionevole sicurezza sul raggiungimento di obiettivi e traguardi. 
Per “controllo chiave” si intende un controllo o un insieme di controlli che forniscono una 
ragionevole Assurance circa il corretto funzionamento del processo. Inoltre, se il controllo 
dovesse mancare o essere inefficace, vi sarebbe una ragionevole possibilità che i relativi rischi 
chiave non vengano tempestivamente ed adeguatamente mitigati. 
L’identificazione e l’analisi dei rischi nel processo, con particolare riferimento ai rischi chiave, 
è di primaria importanza al fine di stabilire se sono emersi ulteriori rischi successivamente al 
Risk Assessment Annuale e di identificare altre aree significative ai fini dello svolgimento 
dell’incarico. 
Sebbene nessuna checklist possa garantire l’identificazione di tutti i rischi chiave, di seguito è  
riportata una serie di domande che possono aiutare il Team di Audit a indentificarli: 
 





2) Quali parti del processo sono le più critiche ai fini del raggiungimento degli obiettivi 
del processo? 
 
3) Quali parti del processo sono particolarmente complesse? 
 
4) Quali parti del processo prevedono l’inserimento, l’elaborazione o il trasferimento di 
dati? 
 
5) Quali parti del processo richiedono il giudizio del Management? 
 
6) Quali parti del processo prevedono l’interazione con parti terze, quali clienti, fornitori 
o Autorità di Vigilanza? 
 
7) Quali parti del processo sono soggette a frodi? 
 
8) Quali parti del processo sono state recentemente modificate? Tale cambiamento può 
riguardare le persone, il processo, la normativa o il sistema. 
 
9) Quali parti del processo sono storicamente soggette ad errori o irregolarità? 
 
10) Quali parti del processo sono esternalizzate? Qualora siano esternalizzate, sono 
sottoposte allo stesso livello di controllo che avrebbero se condotte “in-house”? 
 
In questa fase il Team di Audit effettua una valutazione preliminare dei rischi chiave identificati 
al fine di individuare rischi potenziali ed evidenti (ad es. mancata separazione dei compiti, 
normativa interna assente o non aggiornata), che verranno inclusi nel Work Program sviluppati 
durante il Fieldwork dell’incarico. Ciascun rischio è valutato in termini di Rischio Inerente e 
sulla base del giudizio professionale dell’Auditor. 
Il Rischio Inerente rappresenta il rischio che un evento avverso possa verificarsi senza specifici  






L’ “Impatto in termini di Rischio” per ciascun rischio identificato rappresenta il potenziale  
effetto che un rischio potrebbe avere sul processo e può essere valutato utilizzando la seguente 
scala di rating a 4 livelli: 
 
- Basso (“Low”): l’impatto minaccia una componente del processo e possono verificarsi 
piccole interruzioni; 
 
- Medio (“Medium”): l’impatto richiede alcuni adeguamenti all’intero processo e un 
impego di tempo o risorse considerevole; 
 
- Alto (“High”): l’impatto minaccia gli obiettivi funzionali e l’operatività può essere 
gravemente danneggiata; 
 
- Molto Alto (“Very high”): l’impatto impedisce il raggiungimento degli obiettivi e la  
sopravvivenza dell’attività è a rischio. 
 
 
La “Probabilità/Frequenza” dei rischi identificati rappresenta la possibilità che un rischio si  
possa concretizzare. La frequenza del rischio è rappresentata dal numero di volte in cui un  
evento può concretizzarsi in un arco di tempo definito, ossia 1 anno, e può essere valutata sulla 

























- Raramente (“Rarely”): c’è una ridotta probabilità che l’evento si verifichi, quindi la 
frequenza del rischio non è significativa; 
 
- Occasionalmente (“Occasionally”): quando c’ è una probabilità media che l’evento si 
verifichi; 
 
- Frequentemente (“Frequently”): elevata probabilità che il rischio possa concretizzarsi; 
 
-  Regolarmente (“Regularly basis”): c’è una probabilità estremamente elevata che un 
rischio possa concretizzarsi e ripresentarsi sistematicamente. 
 
La valutazione della “Probabilità/Frequenza” è effettuata tenendo conto anche delle principali  
caratteristiche del processo da auditare (ad es. il tipo di operazioni interessate). 
 La valutazione del Rischio Inerente tiene in debita considerazione la combinazione di 
“Probabilità/Frequenza” e “Impatto in termini di Rischio” a livello di Legal Entity. 
Successivamente, nel corso dell’incarico, è importante che il Team Leader abbia una chiara 
visione dei rischi chiave, valutati in termini di Rischio Inerente, sulla base dei quali dovrà essere 
valutato l’impatto residuo. 
I risultati della valutazione preliminare dei rischi vengono condivisi con il Management nel 
corso dell’Entry Meeting. Durante tale discussione, infatti, occorre comprendere gli obiettivi 
chiave del Management, la propensione al rischio e la percezione dei rischi attuali relativi al  
processo auditato. 
Tale fase prevede l’avvio di una valutazione iniziale dei controlli finalizzata a: 
 
- Identificare i controlli chiave più significativi in termini di mitigazione dei rischi chiave 
e concentrare le verifiche dell’incarico sui controlli, in termini di disegno e di 
funzionamento; 
 





- Identificare le ridondanze di controlli, ovvero controlli che non sono richiesti in quanto 
gli ambiti ai quali si applicano sono già interamente coperti da altri controlli più 
stringenti. 
 
La valutazione preliminare dei rischi chiave e l’identificazione dei controlli chiave sono 
condotte secondo le principali fasi del processo auditato e il Work Program è predisposto in 
modo tale da garantire che tutti i rischi ed i relativi controlli chiave siano considerati e valutati.   
 
2.2 PIANIFICAZIONE DELL’INCARICO 
 
Nel corso della pianificazione dell’incarico, il Team Leader, anche sulla base delle informazioni 
raccolte nell’ambito della Background Analysis, predispone e documenta un piano per ciascun 
incarico, che comprende gli obiettivi dell’incarico, il perimetro di analisi, le tempistiche e 
l’assegnazione delle risorse. 
In particolare, le principali parti della fase di pianificazione dell’incarico sono:  
 
- Engagement Memorandum 
 
- Lettera di Notifica dell’Incarico  
 
-  Work Program 
 
Il tempo dedicato alle attività di pianificazione deve essere proporzionato alla complessità 




2.2.1 ENGAGEMENT MEMORANDUM 
 
L’Engagement Memorandum offre una visione chiara e condivisa delle principali 
caratteristiche e driver per la fase di esecuzione dell’incarico (ad es. obiettivi dell’incarico, 
ambito, principali rischi, approccio di audit); guida la stesura del Work Program e sintetizza 
formalmente i principali risultati e gli output della Background Analysis. Contiene inoltre le 
64 
 
informazioni che sono riportate nella sezione “Objectives and Scope” dell’Audit Report e nella 
Lettera di notifica dell’incarico. 
 L’ Engagement Memorandum viene predisposto dal Team Leader con il supporto del Team di 
Audit e ha lo scopo di offrire una chiara visione delle principali caratteristiche e driver per 
l’esecuzione dell’incarico, come l’identificazione degli obiettivi e del perimetro dell’incarico, 
delle metodologie e dei test da condurre. Fornisce la struttura e l’approccio necessari per il 
completamento dell’incarico. 
Coerentemente con gli obiettivi menzionati, il livello di dettaglio di un Engagement 
Memorandum è adeguato all’ampiezza e alla complessità dell’incarico.  
A tal fine, tra i fattori da considerare ci sono:  
 
- La complessità ed il perimetro dell’incarico, tenendo anche in considerazione il 
risultato del Quality Assurance Scoring, 
 
-  Il livello di supervisione diretta richiesto 
 
- Se sul lavoro svolto e sui risultati dell’incarico potranno fare affidamento altri soggetti 
(ad es. Società di revisione, Autorità di Vigilanza o il Management di Gruppo/delle 
Legal Entity) 
 
-  Il valore della documentazione (cioè se è utilizzabile negli anni successivi per futuri 
Risk Assessment, per la pianificazione o per il Fieldwork) 
 
- Se il lavoro si riferisce a tematiche che possono essere oggetto di potenziali contenziosi 
o di quelli già in corso. 
 
 
L’ Engagement Memorandum è composto da due sezioni principali, una chiamata General (ad 
es. audit title, audit type, Team Leader, Quality Assurance Score, firma di approvazione) e 
l’altra Overview (ad es. principali rischi, obiettivo e perimetro dell’incarico, Audit Team).  




 Main risks: principali rischi dell’attività da auditare. Questi rischi sono quelli 
identificati nel corso della Background Analysis, sulla base dei risultati del processo di 
Risk Assessment annuale. 
 
 Audit Objectives: gli obiettivi dell’incarico sono affermazioni generali che ne 
definiscono le finalità. Tali obiettivi riguardano i rischi associati all’elemento, al 
processo o alle operazioni auditati, coerentemente con gli aspetti definiti nella fase di 
pianificazione. Il Team di Audit perfeziona e definisce più nel dettaglio gli obiettivi 
dell’incarico, al fine di considerare i rischi associati all’attività oggetto di analisi. 
 
 Audit Scope: delinea il perimetro dell’incarico, indica le attività non coperte dall’Audit, 
cioè il periodo di tempo oggetto di analisi. Tale perimetro deve essere definito affinché 
sia sufficiente a soddisfare gli obiettivi dell’incarico e coerente con le informazioni 
ottenute durante la fase di pianificazione e con i risultati della Background Analysis. Il 
perimetro dell’incarico deve considerare i sistemi IT, le registrazioni, il personale e gli 
asset rilevanti, compresi quelli controllati da terze parti. Viene descritta anche la 
tipologia e l’ampiezza dei test, comprese le dimensioni dei campioni da esaminare, 
l’approccio di campionamento da adottare e le tecniche da applicare nella selezione del 
campione. Il Team Leader stabilisce inoltre le procedure da svolgere per raggiungere 
gli obiettivi dell’incarico.  
 
Nello specifico, in questa parte dell’Engagement Memorandum occorre considerare: 
 
 Inclusioni: attività, sistemi IT, processi, funzioni organizzative, altri elementi inclusi 
nell’incarico. 
 
 Esclusioni: attività che non si prevede di auditare nel corso dell’incarico. 
 
 Limitazioni: attività che potrebbero non essere auditate nel dettaglio a causa di possibili 




 Dipendenze: informazioni/strumenti sui quali il Team di Audit 8può fare affidamento 
pur senza effettuare ulteriori verifiche (ad es. recenti relazioni/rilievi emessi da Autorità 
di Vigilanza/Società di revisione). 
 
 Range, in termini di periodo temporale cui si riferiscono le transazioni/attività oggetto 
di analisi. 
 
 Natura e ampiezza delle attività di test richieste. 
 
Il Team Leader discute l’Engagement Memorandum con i Responsabili delle funzioni auditate 
e i rispettivi Responsabili gerarchici prima o nel corso dell’Entry Meeting, al fine di migliorare 
il livello di trasparenza degli obiettivi e del perimetro dell’incarico e gestire le aspettative degli 
auditati. 
Finalizza l’Engagement Memorandum sulla base delle informazioni raccolte nel corso 
dell’Entry Meeting e aggiorna l’Engagement Memorandum durante l’incarico nel caso in cui 
emergano questioni rilevanti nel corso del Fieldwork che richiedano la modifica del perimetro 
dell’Audit. Il Responsabile della funzione di Internal Audit è responsabile della qualità e dei 





                                                          
8 ALCUNI CONCETTI: 
Team di Audit: elenco degli auditor e delle risorse assegnate all’incarico (compresi gli auditor esterni 
alla funzione di Internal Audit locale, ove presenti, e i giorni-uomo stimati per ciascun Membro del 
Team). Audit Methods: descrizione delle principali procedure di audit da applicare, quali: interviste con 
figure chiave, analisi della documentazione e della normativa, walk-through test, test e procedure di 
dettaglio, approccio al campionamento dati. L’adeguata applicazione delle procedure di audit rappresenta 
il mezzo per raggiungere gli obiettivi dell’incarico. Audit Universe Elements: gli elementi dell’Audit 
Universe sui quali si concentra l’incarico, come definiti nella fase di pianificazione. Fieldwork Period: 
periodo di tempo dall’inizio del fieldwork alla data di completamento stimata. Previous Audits 




2.2.2 LETTERA DI NOTIFICA DELL’INCARICO 
 
La Lettera di notifica dell’Incarico è il documento con il quale il Team di Audit comunica al 
Management l’avvio dell’incarico di Audit. Per gli interventi non pianificati può essere 
dichiarata l’urgenza e analizzati i contenuti dell’attività. 
Prima dell’avvio dell’incarico, il Responsabile della funzione di Internal Audit emette una 
Lettera di Notifica dell’Incarico scritta, che illustri i principali aspetti relativi alle attività 
dell’Audit. La Lettera di notifica dell’Incarico definisce in modo chiaro gli obiettivi 
dell’incarico. 
 
La Lettera di notifica dell’Incarico contiene le seguenti informazioni principali (generalmente 
già incluse nell’EM9): 
 
 Destinatari: l’elenco minimo dei destinatari comprende: i) Responsabili delle funzioni 
auditate; ii) relativi Responsabili gerarchici; iii) soggetto competente a livello di Top 
Management (es. Owner del Processo).  
 
 Data e Luogo di emissione. 
 
 Audit Title. 
 
 Obiettivi dell’incarico: gli obiettivi dell’incarico sono affermazioni generali che ne 
definiscono le finalità. Questi obiettivi riguardano i rischi associati all’elemento, al 
processo o alle operazioni auditati, coerentemente con gli aspetti definiti nella fase di 
pianificazione. Il Team di Audit perfeziona e definisce più nel dettaglio gli obiettivi 
dell’incarico, al fine di considerare i rischi associati all’attività oggetto di analisi. 
 
 Periodo di Fieldwork (data di inizio/fine prevista); il Fieldwork dell’incarico inizia a 
decorrere dalla “data di avvio” riportata nella Lettera di Notifica dell’Incarico. Pertanto, 
tale data potrebbe essere antecedente a quella dell’Entry Meeting. 
 
 Team Leader. 
                                                          




 Team di Audit (obbligatorio solo se i membri del Team di Audit provengono da diverse 
Legal Entities). 
 
2.2.3 WORK PROGRAM 
 
Il Work Program è il documento che elenca gli Audit Test e le analisi da eseguire nel corso 
dell’incarico e che supporta il raggiungimento degli obiettivi di audit. 
Il Work Program è disponibile all’avvio del fieldwork di ciascun incarico. La presenza di un 
Work Program supporta le attività durante il Fieldwork e contribuisce a garantire che l’Audit 
Team possa giungere a conclusioni obiettive sull’adeguatezza del Sistema di Controlli Interni 
del processo auditato. Inoltre, il Work Program agevola il Team Leader nella distribuzione dei 
compiti fra i membri del Team di Audit, considerando anche le loro competenze, esperienze ed 
i carichi di lavoro. 
Nella predisposizione del Work Program, il Team Leader tiene in debita considerazione i 
risultati della Background Analysis, allo scopo di concentrare le attività del Fieldwork sui rischi 
e controlli chiave del processo auditato. 
Dopo l’Entry Meeting e sulla base delle ulteriori informazioni raccolte dal Management, il 
Team di Audit esamina possibili ulteriori argomenti da analizzare nel corso dell’incarico che 
potrebbero condurre alla modifica del Work Program anche durante il fieldwork. 
La copertura e il livello di dettaglio di un Work Program è tale da garantire che tutti i rischi 
chiave, nonché il disegno ed il funzionamento dei relativi controlli chiave di linea (di I° livello) 
e di secondo livello vengano analizzati e valutati.  A tal fine il Team di Audit sviluppa dei check 
di dettaglio, includendoli nel Work Program. 
Poiché la presenza di un Work Program ben strutturato incide in maniera significativa 
sull’efficacia e sull’efficienza del Fieldwork, occorre dedicare tempo e risorse sufficienti alla 
sua predisposizione. Il Team Leader è responsabile della predisposizione del Work Program, 
tenendo conto dell’obiettivo e del perimetro dell’incarico.  
 
Il modello di Work Program è basato su una struttura a tre livelli: 
 
1) Le “Audit Area” 
 




3)  Gli “Audit Element” 
 
In particolare le AUDIT AREA rappresentano i livelli più elevati della struttura del Work 
Program, sui quali si focalizza l’incarico e si basano sugli obiettivi e sul perimetro dell’incarico. 
Le “Audit Area” sono specifiche per ogni incarico ed organizzate secondo una logica di 
processo “end-to-end”. Solitamente rappresentano le principali fasi del processo auditato. 
Ciascuna “Audit Area” è composta da uno o più “Audit Object” e “Audit Test”. Inoltre è 
soggetta a una valutazione complessiva obbligatoria (buono, soddisfacente, non soddisfacente, 
critico) che viene inclusa nell’Audit Report. 
In generale, ai fini di una chiara rappresentazione dei risultati dell’incarico, il numero delle 
“Audit Area” deve essere mantenuto entro livelli ragionevoli, pertanto non dovrebbero essere 
individuate più di 5 “Audit Area”. 
 
Gli AUDIT OBJECT sono parti identificabili di un” Audit Area” riguardanti una specifica 
tematica. Ad esempio, in un audit di processo, gli “Audit Object” possono essere le principali 
sotto-fasi che compongono l’Audit Area. Ciascun “Audit Object” è composto da uno o più 
“Audit Element” e “Audit Test”, dove presente, è soggetto a una valutazione complessiva 
obbligatoria (non inclusa nell’Audit Report), finalizzata a supportare la valutazione 
complessiva della relativa “Audit Area”. 
 
Gli AUDIT ELEMENT sono possibili parti identificabili di un “Audit Object”. Possono 
rappresentare una tematica specifica di un” Audit Object”. 
Ciascun “Audit Element” può essere composto da uno o più “Audit Test”ed è soggetto a una 
valutazione facoltativa (non inclusa nell’Audit Report) al fine di supportare la valutazione 
complessiva del relativo “Audit Object”. 
Il Team di Audit può, inoltre, associare sia a delle “Audit Area”, a degli “Audit Object” o a 
“Audit Element”, delle specifiche attività di analisi/ controllo/ verifica (ovvero i cosiddetti 
“Audit test”). 
 
Gli AUDIT TEST includono la descrizione dei rischi e dei controlli identificati, quindi delle 
procedure di Audit, delle tecniche di Audit e della documentazione da raccogliere al fine di  
valutare l’adeguatezza e l’efficacia dei controlli nella mitigazione dei rischi. 
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Ciascun Audit Test è composto da domande/analisi/verifiche/controlli/test, non è soggetto a 
una valutazione in termini di “buono”, “soddisfacente”, “insoddisfacente” e “critico”. 
Il Team di Audit può valorizzare ogni “Audit Test” in Audimex con i seguenti stati: 
 
 “Audited Passed”: una volta che i relativi controlli sono stati interamente svolti e 
nessuna carenza di controllo è stata rilevata; 
 
  “Audited Failed”: una volta che i relativi controlli sono stati interamente svolti e una o 
più carenze di controllo sono state rilevate; 
 
 “Not audited”: quando i relativi controlli non sono stati svolti; 
 
 “In progress”: quando i relativi controlli sono iniziati, ma non ancora completati; 
 
  “Not relevant”: quando i relativi controlli/verifiche e le analisi non sono applicabili 
all’attività auditata. 
 
Quindi la struttura del Work Program è flessibile, dovrebbe essere sviluppata in base ad un 
approccio orientato al processo e il contenuto minimo del Work Program è costituito dalle 
“Audit Area” e dai relativi “Audit Test”. La definizione degli “Audit Object” (relativi alle 
“Audit Area”) e degli “Audit Element” (relativi agli “Audit Object”) dovrebbe essere effettuata 
tenendo in considerazione il livello di granularità del Work Program desiderato, ad esempio 
sulla base della complessità dell’attività da auditare. 
 
2.3 ESECUZIONE DELL’INCARICO 
 
Le principali fasi svolte con riferimento all’esecuzione dell’incarico sono:  
 













All’inizio del Fieldwork il Team Leader organizza l’Entry meeting con il Management (ad es. 
con il Responsabile delle unità/funzioni auditate e i relativi Responsabili gerarchici). 
I principali argomenti di discussione con il Management nel corso dell’Entry Meeting, anche 
facendo riferimento ai contenuti dell’Engagement Memorandum e del Work Program, 
comprendono: 
 
 Gli obiettivi pianificati dell’incarico, perimetro di analisi e rischi identificati; 
 
 La comprensione dei punti di vista del Management con riferimento a: obiettivi, 
propensione al rischio e percezione dei rischi attuali e emergenti relativi al processo 
auditato; 
 
 Fattori chiave che influenzano le condizioni di business e l’operatività delle aree oggetto 
di analisi, compresi eventuali cambiamenti previsti nel contesto interno ed esterno nel 
breve periodo; 
 
 Punti di attenzione o richieste del Management; 
 
  Risorse e tempistiche dell’incarico. 
 
 
 Il Senior Management della Legal Entity responsabile dell’area auditata (es. Responsabile di 
Competence Line, Divisione, ecc.) può essere coinvolto, se ritenuto necessario, nell’Entry 
Meeting o in un meeting a parte. Se viene ritenuto appropriato, il Team di Audit organizza, 
preferibilmente prima dell’Entry Meeting, un ulteriore incontro con il Senior Management di 
riferimento finalizzato a comprendere e condividere la valutazione dei rischi operata dal 
Management relativamente all’attività oggetto di analisi.  
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A tal fine, generalmente il Team di Audit: 
 
  Analizza il punto di vista del Management con riferimento agli obiettivi, alla 
propensione al rischio e alla percezione dei rischi attuali ed emergenti relativi al 
processo auditato; 
 
 Raccoglie informazioni sulle maggiori aree di criticità dell’elemento auditato, 
acquisendo maggiore consapevolezza delle principali aree di rischio e delle tematiche 
critiche di controllo, anche in una ottica di lungo termine; 
 
 
 Comprende particolari punti di attenzione o richieste del Management. 
 
 In seguito all’Exit Meeting e agli eventuali altri meeting con il Senior Management di 
riferimento, il Team di Audit riassume i risultati in apposite minute. Il Team Leader decide se 
condividere tali minute con i soggetti auditati, sulla base della rilevanza delle informazioni 
raccolte, del rapporto con l’auditato e in generale secondo il suo giudizio professionale. 
Dopo questi incontri iniziali il Team di Audit valuta eventuali altri argomenti da esaminare 
nell’ambito dell’attività di Audit e possibili modifiche da apportare al Work Program. 
Nel caso in cui un incarico venga svolto dalla funzione di Internal Audit di UniCredit S.p.A. o 
da una Sub-Holding su una Legal Entity controllata, il Responsabile della funzione locale di 





Durante il Fieldwork il Team di Audit, secondo i passaggi definiti nel Work Program, identifica, 
analizza, valuta e documenta evidenze di audit sufficienti per il raggiungimento degli obiettivi 
dell’incarico. 
Nel corso del Fieldwork il Team di Audit svolge analisi di dettaglio, verifica il funzionamento 
di determinati controlli e valuta l’adeguatezza del Sistema di Controlli Interni dei processi 
auditati, determinando se, in particolare, i controlli chiave sono adeguatamente disegnati 




In questa fase il Team di Audit è responsabile dell’esecuzione di procedure di Audit “on site” 
e fornisce i risultati delle attività svolte coerentemente con il Work Program. Cerca di 
raccogliere le informazioni come evidenza di Audit e analizza e valuta l’Evidenza di Audit. 
Perviene alle conclusioni sulle finalità dell’incarico, identificando, valutando i rilievi e 
formulando le relative raccomandazioni raccoglie le misure correttive dai Risk Owner. 
Successivamente documenta il lavoro svolto nelle carte di lavoro con i necessari riferimenti 
incrociati.  
In particolare il Team Leader assicura che il Team di Audit comprenda le finalità dell’incarico, 
l’ambito di analisi, la metodologia, le procedure di Audit identificate per il raggiungimento 
degli obiettivi di Audit e le tempistiche stimate. Inoltre il Team Leader supervisiona e supporta 
i membri del Team di Audit nel corso del Fieldwork (es. nell’esecuzione delle procedure di 
Audit, nella facilitazione della risoluzione dei problemi, nel coordinamento e 
nell’aggiornamento del Team di Audit sullo stato avanzamento delle attività svolte). 
 
Procedure di Audit e Testing 
 
Le procedure di Audit e le Attività di Testing finalizzate ad acquisire le evidenze di Audit 
comprendono: 
 
 “Walk-through” funzionali: l’obiettivo è confermare la comprensione del processo, 
incluse l’identificazione dei controlli e l’identificazione degli applicativi IT che 
supportano il processo. Attraverso questi “walk-through” il Team di Audit è in grado di 
confermare il proprio livello di comprensione relativo a come le attività sono avviate, 
elaborate, documentate e riportate quindi di confermare l’accuratezza della 
documentazione relativa al processo raccolta. Questa procedura consiste nel seguire le 
transazioni, le operazioni o le attività passo dopo passo attraverso il processo, dall’inizio 
alla fine, supportando le informazioni ricevute con le relative evidenze e chiedendo ai 
soggetti che si occupano di una fase del processo di descrivere le attività svolte nella 
fase precedente e successiva. Dopo aver completato questa procedura il Team di Audit 
otterrà i seguenti risultati, opportunamente documentati: (i) flow-chart del processo 
validato (se creato) con note descrittive sulle osservazioni effettuate; (ii) eventuali 
variazioni rispetto al processo atteso; (iii) note su eventuali carenze riscontrate. La 
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procedura di “walk-through”, inoltre, viene eseguita al fine di verificare l’efficacia e 
l’efficienza del disegno dei controlli. 
 
 Interviste, richieste di informazioni o questionari: l’obiettivo è ottenere informazioni 
da soggetti esperti sia interni sia esterni alla Legal Entity. Le risposte ottenute, possono 
costituire per il Team di Audit informazioni precedentemente non note o Evidenze di 
Audit.  
 
Per effettuare interviste in modo efficace si consideri l’applicazione delle seguenti linee guida: 
 
i. Determinare in anticipo le aree da coprire e le domande da porre  
ii. Programmare tempistica e luogo adeguati  
iii. Inviare in anticipo, se possibile, un breve memo contenente le principali domande 
che saranno discusse, al fine di consentire agli intervistati di preparare le risposte e 
raccogliere la documentazione di supporto; 
iv. Spiegare l’obiettivo dell’intervista e la modalità di utilizzo dei risultati 
v. Fare domande e prestare ascolto alle risposte; 
vi. Riepilogare le principali informazioni dell’intervista o chiudere l’intervista 
vii. Preparare le minute all’intervista nel minor tempo possibile. 
 
 “Analytical procedures”: consentono l’analisi di dati al fine di dedurre o ottenere 
informazioni circa la coerenza di tali dati, l’eventuale incoerenza e l’esistenza di 
relazioni di causa-effetto. 
 
Se tali procedure di Audit evidenzino risultati o l’esistenza di relazioni inattesi, il Team di Audit 
approfondisce l’analisi e valuta tali aspetti inattesi richiedendo ulteriori informazioni al 
Management e applicando altre procedure di Audit, fino ad ottenere un sufficiente livello di 









Le “Analytical procedures” comprendono: 
 
i. Confronto tra le informazioni attualmente disponibili e le aspettative basate su simili 
informazioni relative a periodi precedenti o a diverse aree all’interno della Legal 
Entity auditata; 
 
ii. Analisi delle relazioni esistenti tra informazioni finanziarie e non finanziarie; 
 
iii.  Analisi delle relazioni esistenti tra diversi elementi di informazioni. 
 
Queste procedure sono utilizzate al fine di identificare eventuali differenze inattese o l’assenza 
di differenze, quando queste sono attese, potenziali errori, frodi o atti illegali e altre transazioni 
o eventi inusuali o non ricorrenti. 
Ulteriori test di dettaglio dei controlli, volti alla valutazione dell’efficacia del disegno e del 
funzionamento dei controlli chiave: 
 
- Osservazione: consiste nell’analisi visiva dei controlli, con l’obiettivo di verificarne lo 
svolgimento; 
 
- Analisi: consiste nella verifica dell’evidenza documentale relativa al controllo operato.   
 
-  RI-effettuazione e ricalcolo: nuova esecuzione dell’attività di controllo. 
 
 
 Il Team di Audit, considerando gli obiettivi di controllo (cioè le finalità attese dall’esecuzione 
dei controlli) e le situazioni attese, valuta il disegno e il funzionamento del Sistema dei Controlli 
Interni ovvero effettua test. Mediante tali verifiche e test il Team di Audit ottiene Evidenze di 







2.3.1 EVIDENZE DI AUDIT 
 
Le evidenze di audit si riferiscono a tutte le informazioni utilizzate dall’auditor per supportare 
i risultati dell’incarico, le conclusioni e le raccomandazioni. Le informazioni devono essere 
sufficienti, affidabili, rilevanti e utili. 
Le informazioni sono sufficienti quando sono concrete, adeguate e convincenti, che quindi 
permettono a qualunque persona prudente e informata di giungere alle stesse conclusioni del 
Team di Audit. Le informazioni sono considerate sufficienti quando supportano adeguatamente 
i Rilievi di Audit. 
Le informazioni affidabili implicano che i Risultati di Audit ottenuti possono essere verificati 
da altri e rappresentano accuratamente i fatti. Il livello di affidabilità aumenta quando le 
informazioni sono: 
 
(i) Ottenute da una fonte indipendente,  
(ii) Ottenute direttamente dall’Auditor, ad esempio attraverso l’osservazione del processo, 
(iii) Documentate e comprese in un documento originale e non in una copia; 
 
Le informazioni sono rilevanti quando supportano le osservazioni e le raccomandazioni  
dell’incarico e quando sono coerenti con gli obiettivi. Inoltre le informazioni  rilevanti hanno 
una relazione logica e sensibile con quanto intendono dimostrare. Sono utili quando possono 
aiutare l’organizzazione a raggiungere le proprie finalità. Quindi le Evidenze aggiungono 
valore, migliorano l‘operatività e aiutano la Legal Entity a raggiungere i suoi obiettivi. 
Le Evidenze di Audit ottenute dal Team di Audit possiedono tutte queste caratteristiche. Ad 
esempio, non è sufficiente intervistare gli auditati senza integrare le informazioni da loro 
ottenute con informazioni provenienti da altre fonti. Le dimensioni del campione selezionato, 
inoltre, dovrebbero essere tali da garantire la rappresentatività, affinché le conclusioni raggiunte 
possano essere estese al resto della popolazione. Le Evidenze di Audit sono classificate così: 
 
1) Evidenza fisica: è ottenuta mediante ispezione diretta o osservazione delle persone 
coinvolte in un processo o una procedura, ad esempio osservazione della conta fisica 




2) Evidenza documentale: consiste in informazioni contenute all’interno di documenti  
permanenti come lettere, contratti, registrazioni contabili, fatture. La fonte dell’evidenza  
documentale contribuisce alla sua affidabilità; 
 
3) Evidenza testimoniale: si ottiene mediante richieste di informazioni, interviste o 
questionari. Le risposte ricevute possono fornire agli auditor informazioni  
precedentemente non disponibili oppure supportate da evidenze di audit. L’evidenza  
testimoniale potrebbe non essere sempre una prova definitiva, pertanto, quando 
possibile, dovrebbe essere supportata da informazioni provenienti da altre fonti; 
 
4) Evidenza analitica: emerge dall’analisi ottenuta da indici, elaborazione di dati, da calcoli 
e da confronti. 
 
Campionamento dei Dati (Data Sampling) 
 
L’Audit Sampling è l’applicazione delle procedure di Audit adottate per meno del 100% della 
popolazione per permettere all’Auditor di raccogliere e valutare le evidenze di Audit su una 
specifica caratteristica delle voci selezionate per formulare o contribuire a formulare una 
conclusione relativa alla popolazione dalla quale sono state selezionate le voci. 
Procedure efficaci di Audit Sampling incrementeranno la copertura, il focus e l’efficienza degli 
Audit e permetteranno all’Auditor di fornire Assurance sui processi di business che impattano 
il raggiungimento degli obiettivi posti dall’organizzazione. 
Il campionamento può essere un’adeguata procedura di Audit quando il team di audit: 
 
1) Deve analizzare un’ampia popolazione e non dispone di tempo e risorse sufficienti per 
effettuare una Review completa (in linea con un’analisi costi/benefici); 
 
2) È consapevole delle caratteristiche della specifica procedura di Audit Sampling da 
svolgere per ottenere sufficienti evidenze di Audit. 
 
In alcuni casi si deve privilegiare l’analisi dell’intera popolazione al campionamento. Quando  
sono disponibili altre tecniche analitiche di dati in grado di identificare le deviazioni nell’intera 
popolazione (ad esempio i Key Risk Indicator). Se si tratta di un’area molto sensibile e non vi 
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è margine di errore (è necessario avere risultati esatti, come nelle Special Investigation), in 
quanto devono essere analizzate tutte le voci rilevanti. Quando la popolazione è molto ridotta 
sarebbe più rapido e semplice analizzarla tutta o la maggior parte delle voci della popolazione 
piuttosto che effettuare procedure di campionamento. 
 
Vi sono due approcci generali all’Audit Sampling: 
 
1) Il campionamento statistico implica l’utilizzo di tecniche dalle quali possono trarsi 
conclusioni relative alla popolazione costruite matematicamente; 
 
2) Il campionamento non statistico è un approccio di campionamento non basato sulla 
statistica (il team di audit utilizza il giudizio professionale piuttosto che i metodi 
probabilistici per generare e selezionare le voci da analizzare) e i relativi risultati non 
possono essere estesi all’intera popolazione in quando non è possibile dimostrare 
matematicamente che il campione è rappresentativo della popolazione. 
 
Entrambi gli approcci richiedono che il Team di Audit utilizzi il giudizio professionale nella 
pianificazione, esecuzione e valutazione di un campione e nell’operare riferimenti incrociati tra 
l’Evidenza di Audit prodotta dal campione e un’altra Evidenza di Audit, ai fini della 
formulazione di una conclusione per ottenere Evidenze di Audit sufficienti, affidabili, pertinenti 
e utili. 
 
Quando si effettua il campionamento dei dati, il Team Leader deve decidere se il 
campionamento dei dati è una procedura adeguata per testare la specifica caratteristica di test 
dell’elemento di Audit in fase di valutazione, considerando anche l’analisi costi/benefici. 
Successivamente sceglie quale approccio di campionamento dei dati applicare e riportarlo nei 
metodi di audit nell’ Engagement Memorandum. Il Team Leader definisce e include nel Work 
Program, per ogni elemento di audit, quale campionamento statistico viene considerato 
adeguato e la logica dei parametri scelti per il campionamento dei dati. 
Una volta scelto il campionamento deve assicurarsi che, quando vengono applicate le 
procedure, il Team di Audit sia in possesso delle competenze adeguate per il suo svolgimento. 
Nel caso in cui il Team Leader decida di applicare tecniche di campionamento statistico, anche 
se il team non possiede le competenze richieste, dovrà essere inoltrata una specifica richiesta di 
consulenza e assistenza ad uno specialista qualificato. Il Team Leader è tenuto a fornire la logica 
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sottostante la scelta effettuata e documentarla nel relativo dossier di Audit. Infine deve garantire 
che vengano rispettati i requisiti minimi per la documentazione nelle carte di lavoro sul 
campionamento dei dati e che l’Audit Report contenga informazioni sufficienti sul 
campionamento dei dati. 
Approvando rispettivamente l’Engagement Memorandum e il Work Program, il Responsabile 
autorizza l’utilizzo dell’approccio di campionamento dei dati e approva le tecniche di 
campionamento dei dati scelte. 
 
 
2.3.2 RILIEVI DI AUDIT E RACCOMANDAZIONI 
 
 Rilievi di Audit 
 
Un rilievo di audit evidenzia una carenza di controllo che si verifica quando lo stesso controllo, 
in termini di disegno e di funzionamento, non mitiga adeguatamente il relativo rischio, quindi 
non riduce il rischio residuo ad un livello accettabile.  
Il processo di determinazione di un rilievo di audit nelle categorie definite si basa sulle seguenti 
fasi: 
 
I. Identificazione di un rilievo: l’identificazione di un rilievo deriva dalla differenza 
tra il criterio di riferimento (situazione attesa) e condizione riscontrata (situazione 
in essere). Tale differenza scaturisce da una specifica causa (“root cause”) che 
identifica una carenza di controllo. L’identificazione del criterio, della condizione 
(situazione in essere), della “root cause” e del relativo effetto costituiscono il 
processo logico a supporto degli auditor nell’identificazione delle carenze di 
controllo. 
 
II. Valutazione di un rilievo: la valutazione di un rilievo si effettua mediante le seguenti 
fasi: 
 
a. Valutazione della gravità della carenza di controllo in termini di disegno e 
funzionamento del controllo (espresso con un rating a tre livelli: inefficace, 




b. Identificazione e valutazione dell’impatto in termini di rischio a livello di Legal 
Entity sulla base di criteri sia quantitativi sia qualitativi come l’impatto economico, 
strategico, reputazionale, di Compliance rispetto alla normativa esterna ed interna e 




III.        Classificazione del rilievo: la classificazione di un rilievo si basa sulla combinazione 
dei seguenti elementi di gravità della carenza di controllo e valutazione dell’impatto in termini 
di rischio a livello di Legal Entity, espresso mediante una valutazione su tre livelli, come 
descritto nella “Matrice dei Rilievi”: critico, importante e moderato. 
 
Nel caso in cui il Team di Audit individui un rilievo caratterizzato da carenza di controllo 
valutato generalmente efficace e con un basso impatto in termini di rischio, viene comunicato 
verbalmente al Management della Struttura auditata e riportato nelle carte di lavoro invece che 
nel Rapporto di Audit. 
A prescindere dai risultati derivanti dall’applicazione dell’approccio descritto per la valutazione 
e la classificazione dei rilievi, il Responsabile della funzione di Internal Audit può non tenere 
conto della classificazione dei rilievi proposta e proporre una classificazione migliore o 
peggiore. 
Tuttavia le motivazioni di tale modifica, dovranno essere spiegate e documentate nelle carte di 
lavoro. I membri del Team di Audit documentano in maniera adeguata la logica per la 
valutazione del rilievo nelle carte di lavoro. Ciò significa che per ogni rilievo la gravità della 
carenza di controllo e l’impatto in termini di rischio (combinazione del risultato dalla Matrice 
dei Rilievi) vengono riportati nelle carte di lavoro a supporto del giudizio professionale circa la 










Analisi della “Root Cause” 
 
A seguito dell’identificazione di un Rilievo di Audit (come risultato dello svolgimento di 
procedure di audit e di test di dettaglio) è di fondamentale importanza che il Team di Audit 
conduca l’analisi della “root cause” per identificare le cause sottostanti il rilievo stesso, anche 
al fine di fornire al Management raccomandazioni efficaci ed a valore aggiunto. Ciò, nel lungo 
periodo, migliorerà l’efficacia e l’efficienza del processo auditato e di conseguenza l’intero 
Sistema di Controlli Interni. 
La “root cause analysis” viene definita come l’identificazione del perché si è verificata la 
carenza di controllo riscontrata tramite il rilievo (rispetto alla mera identificazione o 
comunicazione del rilievo stesso). 
Il vantaggio della “root cause analysis”, per la Legal Entity, risiede nell’identificazione delle 
cause sottostanti una problematica. Tale approccio fornisce una prospettiva strutturale per il 
miglioramento dei processi di business. Se non si conduce un’efficace analisi della “root cause” 
e se non si definiscono misure correttive adeguate, è più probabile che una problematica si 
ripresenti nel futuro. 
La “root cause analysis” contribuisce a prevenire la necessità di revisioni del processo ed è 
finalizzata ad evitare, con un approccio di tipo proattivo, che le carenze riscontrate si 
ripresentino nel futuro. La “root cause analysis” può essere effettuata in molteplici situazioni, 
come quelle nelle quali si analizzano eventi con rischio inatteso, carenze di processo, danni o 
perdite connessi ad asset aziendali, blocchi di produzione, incidenti in materia di sicurezza, 
peggioramenti in termini di qualità o insoddisfazione della clientela. È importante riconoscere 
che spesso ci sono molteplici cause alla base di un problema riscontrato, siano esse collegate 
tra loro o meno. 
Le risorse impegnate nell’effettuazione della “root cause analysis” dovrebbero essere 
proporzionate all’impatto della questione in esame o di eventuali problematiche future e rischi 
potenziali da essa derivanti. In alcune circostanze questa analisi può essere effettuata in maniera 
semplice, rispondendo ai “cinque perché” (“five whys”).  
 
Analogamente problematiche complesse potrebbero richiedere un maggiore impiego di risorse 
ed un’analisi più rigorosa. Prima di avviare la “root cause analysis” relativamente a tali 




a. La “root cause analysis” può richiedere una maggiore quantità di tempo, risorse, 
tecnologia e dati al fine di analizzare il processo e di identificare e supportare la 
valutazione della “root cause”. Quello che inizialmente potrebbe sembrare un progetto 
veloce, può invece richiedere uno sforzo notevole data la necessità di validare diversi 
scenari, svolgere ampie analisi di dati e valutare molteplici fattori di influenza interni 
ed esterni aventi impatti sul processo di business. 
 
b. Il Team di Audit potrebbe non possedere tutte le competenze necessarie per condurre la 
“root cause analysis” relativa a tali problematiche. Il Team Leader pertanto determina 
attentamente quale grado di sforzo è richiesto per tale “root cause analysis” nonché il 
livello di coinvolgimento necessario sulla base dell’insieme delle competenze richieste 
e del livello di valutazione e analisi necessari al fine di supportare le conclusioni tratte. 
Il Team Leader conferma che il livello di esperienza e di competenza delle proprie 
risorse è sufficiente per eseguire il lavoro e può affiancare alle risorse interne eventuale 
supporto esterno a seconda delle esigenze (es. business management, esperti sulla 
tematica in esame, consulenti esterni, supervisione da parte di auditor senior/specialisti). 
 
c. Quando l’impegno in termini di tempo oppure il livello di competenze necessari 
eccedono quelli disponibili nell’ambito dell’incarico, il Team Leader propone 
raccomandazioni finalizzate a risolvere le problematiche sottostanti e, se appropriato, 
raccomanda al Management l’effettuazione della “root cause analysis”. 
 
Prima di eseguire la “root cause analysis” il Team di Audit dovrebbe prevedere gli eventuali 
ostacoli che possano impedirne lo svolgimento e un approccio per la gestione di tali circostanze. 
Il Management potrebbe essere contrario a supportare la funzione di Internal Audit 
nell’esecuzione della “root cause analysis”. Il Team Leader ed i membri del Team di Audit 
potrebbero aver bisogno di collaborare con il Management per spiegare e dimostrare il ruolo e 
le efficacia dell’attività di audit.  
Il Management, potrebbe non volere effettuare la “root cause analysis” a causa del tempo e 
dell’impegno richiesto alle sue risorse. Potrebbe preferire infatti soluzioni di breve termine 
costituite da azioni di tipo immediato sul processo o sulla transazione sui quali è stata riscontrata 
la carenza, affinché gli stessi siano riportati al loro corretto funzionamento. 
Solitamente le soluzioni con impatti di lungo termine vengono gestite dal Management solo se 
vi sono tempo e risorse disponibili, specialmente quando l’output della “root cause analysis” si 
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esplicita in una soluzione che può non produrre risultati immediati, che è di natura preventiva 
e che può richiedere notevoli esborsi in termini di capitale. Di conseguenza l’analisi non è 
sempre finalizzata alla misurazione degli impatti di lungo termine, causati dalle carenze di 
processo o dalla necessità di continue correzioni, sia in termini di costi, sia di tempo e di risorse.  
Il Team di Audit potrebbe avere la necessità di spiegare e documentare le ragioni sottostanti la 
“Root cause analysis” per ottenere il supporto da parte del Management. Per le problematiche 
che richiedono risoluzioni di lungo termine e aventi un ampio impatto in termini di risorse, 
tempo o costi, il Team di Audit potrebbe suggerire un incarico di mitigazione immediato o di 
breve termine oltre ad una più onerosa soluzione di lungo termine. Questo approccio permette 
al Management di raggiungere velocemente gli obiettivi di business e di avere tempo per 
pianificare e predisporre il budget per una soluzione di lungo termine che influisca direttamente 
ed in modo più incisivo sulla “root cause”. 
Determinare la reale “root cause” potrebbe essere difficoltoso ed implicare elementi di 
soggettività, anche in presenza di dati quantitativi e qualitativi rilevanti. In fase di disegno, di 
analisi e di valutazione dei dati, gli Auditors dovrebbero considerare gli l’input derivanti dai 
diversi stakeholder coinvolti nei processi di business. La “root cause” sottostante ad una 
problematica rilevata potrebbe essere costituita da una pluralità di sotto cause con diversi gradi 
di rilevanza. In alcuni casi l’Auditor potrebbe fornire al Management conclusioni differenti ed 
alternative in base a scenari differenti. In questo caso il valore aggiunto fornito dall’Internal 
Audit è costituito dalla valutazione indipendente ed oggettiva e dalla presentazione dei dati e 
delle analisi condotte in base alle quali il Management può giungere più agevolmente ad una 
conclusione sulla “root cause” che reputa essere la più probabile. 
Nel caso in cui la Root Cause Analysis venisse condotta dal Team di Audit, e dovesse portare 
a specifiche raccomandazioni finalizzate a migliorare i processi ed i controlli, la stessa potrebbe 
essere percepita come un’intromissione rispetto all’attività del Management.  
 
Il Team di Audit gestisce tale rischio nel seguente modo: 
 
1) Fornisce una “root cause analysis” specifica, oggettiva e adeguatamente supportata.  
 
2) Distingue la fase di determinazione della “root cause” dalle raccomandazioni per  




3) Distingue chiaramente gli incarichi che rientrano nelle attività di Internal Audit che 
hanno una connotazione di Assurance da quelli che sono di natura consulenziale. 
 
 
In generale la maggior parte delle “root cause” possono ricondursi a decisioni o azioni da parte 
di uno o più soggetti. 
 Tuttavia il Team di Audit considera i fattori ambientali che potrebbero aver contribuito alla 
problematica e che rappresentano un rischio per l’organizzazione: 
 
a. competenza del personale; 
b. assunzione di personale qualificato; 
c. mancanza di training o training insufficiente; 
d. adeguatezza delle risorse tecnologiche e dei Tool; 
e. appropriatezza della cultura aziendale; 
f. livello o numero delle risorse; 
g. autorità decisionale del soggetto o dei soggetti coinvolti. 
 
L’analisi che si interrompe all’identificazione delle componenti del processo come la “root 
cause” (ad es. sistemi tecnologici, policy, training) potrebbe non essere completa. Una root 
cause analysis efficace è volta a comprende le ragioni sottostanti a determinate scelte che 
possono essersi dimostrate sbagliate. In questi casi gli auditor cercano di creare consapevolezza 
sulla situazione e di comprendere tutte le circostanze che li hanno fatti giungere a prendere 
determinate decisioni. 
Gli auditor cercheranno tecniche semplici utili per la maggior parte delle problematiche da 
analizzare. 
La raccolta di dati più complessi l’analisi statistica e l’adozione di altre tecniche di analisi 
dovrebbe essere riservata a situazioni in cui il rapporto costi benefici risulti accettabile anche 
in relazione al livello di rischio rilevato. 
Le tecniche per eseguire la Root cause analysis sono varie.  
Di seguito si riportano alcuni esempi: 
 




 Diagramma SIPOC (fornitori, input, processi, output, clientela): tale diagramma 
consiste in una mappatura dei processi di alto livello che aiuta a comprendere 
chiaramente l’obiettivo dello stesso e di identificarne le “lacune”. Le domande da porre 
per la mappatura del processo sono: qual è il processo? Quando inizia il processo? 
Quando termina il processo? Quali sono gli output del processo? Qual è il destinatario 
di ogni output? Cosa si aspettano i destinatari da ciascun output? Quali input sono 
richiesti per agevolare il processo? Chi è il fornitore di ciascun input? Quali 
conseguenze produce ciascun input sul processo?  
 
 
  Grafico di Pareto: si tratta di un grafico che mette in ordine le cause dalla più 
significativa alla meno significativa. Il Grafico di Pareto supporta gli auditor a 
focalizzarsi maggiormente sulle cause più diffuse e più critiche. 
 
 
 Raccomandazioni di Audit 
 
Le Raccomandazioni di Audit suggeriscono le modalità di risoluzione dei rilievi partendo dalla 
Root cause analysis. Nel formulare le raccomandazioni l’Auditor assicura che la soluzione 
suggerita sia realistica, specifica e fattibile. 
 
Una raccomandazione efficace: 
 
- risolve la causa; 
 
- pone rimedio alle anomalie rilevate; 
 
- sana la carenza di controllo in modo tale che il relativo rischio risulti mitigato nel tempo. 
 
Per ciascun rilievo il Management utilizza le raccomandazioni per sviluppare le misure 
correttive da includere nel Management Plan. 
Nel predisporre una raccomandazione, il Team di Audit considera se quest’ultima fornisca 
suggerimenti volti solo a correggere le carenze riscontrate ovvero essa ne risolva anche la causa; 
se sia tale da mitigare efficacemente il relativo rischio e rappresenti una soluzione di lungo 
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periodo e sostenibile nel tempo ovvero sia solo una soluzione al problema temporanea e 
contingente. 
 
Generalmente le raccomandazioni di Audit risultano essere più efficaci e accettabili per il 
Management quando sono: 
 
 Finalizzate al miglioramento dei processi auditati; 
 
 Dirette a eliminare le cause del problema identificato; 
 
  Finalizzate a fornire suggerimenti concreti ovvero specificando le attività da porre in 
essere per risolvere le carenze nei controlli rilevate; 
 
 Indirizzate ad un livello manageriale in grado di porre in essere le misure correttive; 
 
 Fattibile, raggiungibile, pratica e orientata ad una gestione efficiente dei costi. 
 
 
Formulazione di Rilievi e Raccomandazioni di Audit 
 
Il Team di Audit riporta i Rilievi di Audit nella sezione “Detailed Audit Finding”. Questa 
sezione comprende tutte le informazioni necessarie per l’identificazione del rilievo e le relative 
azioni correttive che il Management dovrà intraprendere: 
 
 Rilievo; 
 Causa e effetto (impatti del rischio); 
 Raccomandazioni. 
 
La descrizione del rilievo è adeguata quando sono presenti tutti i relativi attributi (ad es. “root 
cause” ed effetto in relazione ai criteri identificati), anche sulla base della rilevanza del rilievo 
stesso. L’assenza di uno o più attributi del rilievo potrebbe rendere inefficace la misura 
correttiva. Nel momento in cui il Team di Audit identifica un rilievo, è auspicabile una 
immediata condivisione dello stesso con il Management. 
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 La comunicazione preventiva delle problematiche al Management oltre a promuovere e 
facilitare la collaborazione, permette alla Legal Entity di agire in modo efficace e tempestivo 
in base alle raccomandazioni espresse dagli Auditors nella definizione del Management Plan o 
nell’eventuale comunicazione di divergenze. 
 
Valutazione dei Risultati di Audit 
 
Il Team di Audit fornisce al Management una valutazione complessiva che riflette la 
valutazione dell’efficacia del Sistema dei Controlli Interni relativamente ai processi auditati. 
In particolare il Team Leader, nella valutazione complessiva dei risultati di audit, considera il 
rischio residuo per la Legal Entity con un impatto sul processo auditato: nella misura in cui 
persistono rischi non adeguatamente mitigati a causa dell’assenza o carenza di controllo. 
La valutazione complessiva viene espressa utilizzando un sistema di rating su quattro livelli: 
buono, soddisfacente, non soddisfacente, critico. 
Le motivazioni a supporto della valutazione complessiva dei Risultati di Audit devono essere 
adeguatamente incluse nella sezione “Major Audit Results” (MAR) della relazione di Audit. 
La valutazione complessiva espressa dal rating si basa sul giudizio professionale dell’Auditor 
che prende in considerazione le singole “Audit Area” del Work Program e la gravità dei rilievi 
di audit. 
L’identificazione di uno o più rilievi critici in un incarico dovrebbe determinare una valutazione 
dei risultati complessivi di Audit che non può essere superiore al rating “Non Soddisfacente”. 
Tuttavia il Team Leader valuta caso per caso, comprendendo se ci sono altri elementi che 
possono far giungere alla conclusione che il Sistema di Controlli Interni dei processi auditati è 
comunque complessivamente adeguato per mitigare i relativi rischi. 
Il Responsabile della funzione di Internal Audit può non tenere in considerazione questi 
principi. In questo caso le motivazioni alla base della decisione assunta dovranno essere 
adeguatamente spiegate e documentate nelle carte di lavoro così come il miglior rating espresso 
nella valutazione complessiva dell’audit. 
Le “Audit Area” e gli “Audit Object” sono soggetti ad una valutazione espressa secondo la 
scala di rating utilizzata per la valutazione complessiva dell’Audit: buono, soddisfacente, non 
soddisfacente, critico. Il rating di una Audit Area e, di conseguenza, la valutazione complessiva 
devono essere in linea con la valutazione degli Audit Object, considerando la loro rilevanza in 
termini di rischio e tenendo in debita considerazione gli obiettivi dell’incarico di Audit. 
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Alcune possibili domande che i componenti del Team di Audit possono porsi sono: 
 
 La valutazione complessiva è coerente con la valutazione delle Audit Area? 
 La valutazione di ogni Audit Area è coerente con quella dei relativi Audit Object? 
 Le Audit Area hanno la stessa rilevanza e importanza nell’ambito della valutazione 
complessiva? 
 
Gli interventi di “First Appraisal”, “Project Audit” e “Special Investigation” non richiedono 
l’emissione di un rating complessivo sulla valutazione del Sistema di Controlli Interni. Tuttavia 
per tali tipologie di interventi il Team di Audit può identificare rilievi. Quindi, le conclusioni 
complessive dell’incarico incluse nell’Audit Report sono basate sui medesimi principi e i 
relativi Audit Report saranno classificati “not rated”. 
Qui di seguito viene riportato un riepilogo dei diversi step del Work Program e della valutazione 
dei Risultati di Audit: 
 
 
(*) In termini di “buono”, “soddisfacente”, “insoddisfacente” e” critico” 
 
 
2.4 COMUNICAZIONE DEI RISULTATI DI AUDIT 
 
La comunicazione dei risultati di audit comprende le seguenti fasi principali: 
 



































Possibil i stati di completamento:1)audited passed 
2)audited failed 3) in progress 4)not audited 5) 
not relevant
1)Buono 2)Soddisfacente 3)Non soddisfacente 
4)Critico
NOTE
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2) Definizione del Management Plan; 
 
3) Exit Meeting; 
 
4) Formalizzazione dei Risultati di Audit ed emissione dell’Audit Report; 
 







Flowchart del Processo di Comunicazione dei Risultati di Audit 
 
Gli attori coinvolti in questa fase, oltre al Team di Audit, sono i seguenti: 
 
- Il Risk Owner: la struttura organizzativa responsabile per la mitigazione del rischio 
evidenziato dal Team di Audit. Si tratta generalmente della struttura auditata. Il Risk 
Owner può essere anche Action Owner. 
 
- L’Action Owner: la struttura organizzativa, identificata dal Risk Owner, responsabile 
per l’implementazione della misura correttiva definita nel Management Plan entro la 
data prestabilita. L’Action Owner è identificato a livello di “Unit” all’interno della 

















Exit meeting Report Iussuance













Comunicazione dei risultati di Audit 
 
Durante il Fieldwork il Team di Audit discute e condivide costantemente e in via preliminare 
con il Risk Owner i Rilievi di Audit e le sue osservazioni in merito. 
Tuttavia, una volta completato il Fieldwork e prima dell’Exit Meeting, la fase di “condivisione 
dei Rilievi di Audit” ha come scopo quello di discutere formalmente con il Risk Owner circa le 
debolezze identificate durante l’incarico al fine di permettere al Management di lavorare 
prontamente alla definizione del Piano d’Azione. 
La “condivisione dei Rilievi di Audit” può avvenire durante un “Pre-Exit Meeting” o in modo 
più informale, a seconda della rilevanza, della numerosità dei rilievi e della disponibilità degli 
attori coinvolti. 
 In questa fase il Team di Audit fornisce ai Risk Owner, in bozza, il dettaglio dei rilievi di audit 
al fine consentire a loro di comprendere le carenze di controllo, i relativi impatti e le relative 
cause e avviare la fase di raccolta del Management Plan.  
In questa sede è possibile che venga discussa anche una bozza generale dei Risultati di Audit 
per fornire all’auditato un maggior dettaglio sul background dei rilievi critici. 
Il Risk Owner analizza i “Detailed Findings” e identifica gli Action Owner necessari per 
l’implementazione delle misure correttive da attuare al fine di risolvere i Rilievi di Audit. 
La “condivisione dei Rilievi di Audit” deve avvenire tramite un Pre-Exit Meeting in caso di 
rilievi “Critici”. Per i rilievi “Importanti” e “Moderati”, la fase di condivisione può essere 
condotta alternativamente attraverso il “Pre-Exit Meeting” o in modo più informale (es. email 
o via telefono), a seconda della rilevanza, della numerosità dei rilievi e della disponibilità degli 
attori coinvolti. 
Il Risk Owner può invitare gli Action Owner a partecipare al Pre-Exit meeting, a seconda della 
natura del Rilievo di Audit e delle misure correttive da attuare per risolverlo. 
Sulla base di quanto riportato nei “Detailed Findings”, la discussione con il Risk Owner 
riguarda i Rilievi di Audit identificati, concentrandosi in particolare sulle loro cause, sul loro 
impatto in termini di rischio e sulle raccomandazioni di audit. 
Una volta che i Rilievi di Audit sono stati comunicati, il Risk Owner, responsabile della 
mitigazione del rischio sottostante il rilievo, può concordare con il rilievo e lavorare sul 
Management Plan per ciascun rilievo. La fase successiva consiste nella definizione di un 
Management Plan che descriva ogni misura correttiva, la sua data di inizio e di fine e gli Action 
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Owner. Oppure il Risk Owner può concordare sul rilievo ma proporre l’accettazione del rischio 
al Senior Management senza procedere con la definizione o l’implementazione di misure 
correttive. In questo caso il rilievo verrà chiuso e segnalato come “Taking Risk” e l’Audit 
Report dovrà includere sia la raccomandazione di audit che il razionale del Management per la 
decisione di assunzione del rischio.  
Se il Risk Owner eccezionalmente non è d’accordo con alcune caratteristiche del Rilievo di 
Audit (es. criteri, causa, impatto in termini di rischio, gravità della carenza del controllo) e se 
la problematica non viene risolta, l’Audit Report dovrà includere sia la Raccomandazione di 
Audit che il razionale del Management sul disaccordo (evidenziando tali aspetti sul singolo 
rilievo e, se significativi, anche nelle altre sezioni pertinenti dell’Audit Report). Ne consegue 
quindi che il Management Plan possa differire dalle aspettative di Audit. Quando il 
Management decide di non implementare alcuna azione correttiva per il superamento di un 
Rilievo di Audit, è necessario coinvolgere il Management del livello gerarchico adeguato 
nell’approvazione della decisione, al fine di garantire che tutti i livelli gerarchici organizzativi 
siano aggiornati sullo stato del processo di mitigazione dei rischi, in conformità con quanto 
definito sul processo di approvazione e comunicazione. 
 
Definizione del Management Plan 
 
In caso di accordo sui Rilievi di Audit (in assenza di una decisione di Taking Risk) i Risk Owner 
sono responsabili per la compilazione del Management Plan, cioè dell’identificazione delle 
misure correttive e relative scadenze, dove necessario anche sulla base delle informazioni 
raccolte dai rispettivi Action Owner. 
Il Risk Owner fornisce il Management Plan, che include una o più misure correttive, entro un 
ragionevole arco temporale a partite da quando viene coinvolto (2 settimane). Il Team di Audit, 
nel definire questo arco temporale, considera la numerosità e la significatività dei rilievi. 
L’Audit Report emesso includerà pertanto i Management Plan (misure correttive e scadenze) 
condivisi con il Risk Owner prima dell’emissione ufficiale dell’Audit Report.  
Riportare nell’Audit Report, oltre alle osservazioni e alle raccomandazioni della funzione di 
Internal Audit, anche le misure correttive concordate e le decisioni del Management per 
mitigare i rischi evidenziati rappresenta evidentemente un'informazione rilevante per i 
destinatari dell’Audit Report. 
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Tale approccio consente inoltre al Team di Audit di avere un set di informazioni più completo 
per esprimere le conclusioni sull’incarico di Audit. 
 
Per una corretta compilazione del Management Plan, il Risk Owner dovrebbe considerare 
alcuni principi generali. 
Ogni azione correttiva è attribuita ad un unico Action Owner, quando è diverso dal Risk Owner. 
 Qualora un Action Owner sia responsabile di due o più misure correttive non consequenziali  
all’interno del Piano d’Azione, possono essere indicate separatamente, così da rispettare le 
dipendenze tra le misure correttive all’interno del Piano d’Azione. La misura correttiva si 
riferisce ad una specifica attività intesa come risultato finale di un processo. Quindi, non tutte 
le fasi del processo devono essere riportate.  
Se fosse necessario avviare un progetto per la risoluzione di un rilievo critico, il Risk Owner 
deve prevedere come prima misura correttiva la definizione di un piano di progetto. La data di 
approvazione del Piano di Progetto da parte del Senior Management della Società è indicata 
come la data finale della prima misura correttiva. In questo modo il Team di Audit ha la garanzia 
che il progetto previsto sarà lanciato. La seconda misura correttiva sarà rappresentata dal 
progetto stesso e la scadenza coinciderà con la data di completamento dell’ultima fase del 
progetto. L’Action Owner di tali misure correttive dovrebbe essere la funzione agente in qualità 
di PMO del progetto stesso. Il tempo necessario per il completamento delle misure correttive 
nel Management Plan dovrebbe essere congruo con la significatività dell’impatto negativo del 
rischio per la Società a seguito della carenza riscontrata. In particolare, un rilievo di audit critico 
richiede una tempestiva soluzione (max. 6 mesi), alla luce del potenziale impatto negativo di 
elevata gravità.  
Di conseguenza, se il completamento della misura correttiva richieda oltre 6 mesi, il Risk 
Owner dovrebbe adottare misure temporanee ma efficaci per mitigare il rischio connesso al 
rilievo critico. Tale soluzione temporanea deve essere indicata nel Piano d’Azione come misura 
correttiva da attuarsi in tempi più brevi rispetto alla misura correttiva principale. 
Se il completamento della misura correttiva di un rilievo “Importante” richieda, per contro oltre 
1 anno, il Risk Owner dovrebbe adottare misure temporanee ma efficaci per mitigare il rischio 
connesso al rilievo formulato. La soluzione temporanea deve essere indicata nel piano d’azione 
come misura correttiva da attuarsi in tempi più brevi rispetto alla misura correttiva principale. 
Nel caso di Rilievi di Audit che contengano due o più misure correttive, una sola misura 
correttiva deve essere identificata come Prioritaria. Per ottimizzare il flusso di informazioni 
proveniente dalla funzione di Internal Audit e indirizzato al Top Management e agli Organi 
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Governo di ogni Società all’interno del Gruppo, che risente dei limiti tecnici e di processo, è 
raccomandato di indicare come “data scadenza” una data entro la prima metà del mese, evitando 
comunque “date scadenze” che coincidano con la fine di mesi di fine trimestre (ovvero marzo, 
giugno, settembre e dicembre). 
 
Prima di formalizzare il Management Plan il Risk Owner valuta se il coinvolgimento degli 
Action Owner è necessario in fase di predisposizione del Management Plan. Nel caso in cui 
l’Action Owner sia un Service Provider, il coinvolgimento dell’Action Owner è fortemente 
raccomandato. Altrimenti se il coinvolgimento del Service Provider non è considerato 
necessario in questa fase, il Risk Owner valuta se coinvolgere la funzione della Società preposta 
alla gestione della relazione con il Service Provider. È buona norma che il Risk Owner 
condivida il Management Plan con l’Action Owner, nel caso in cui quest’ultimo sia coinvolto 
nell’implementazione delle misure correttive. 
Il Risk Owner, una volta predisposto il Management Plan provvede ad informare il Team di 
Audit in merito al suo contenuto e a raccogliere eventuali suggerimenti prima dell’Exit Meeting. 
Inoltre ha la responsabilità di condividere ogni singola misura correttiva con l’adeguato livello 
gerarchico superiore, tenendo conto che ciascuna misura correttiva deve essere coerente con gli 
impegni e la strategia della propria linea gerarchica. 
Solo per i rilievi critici, Il Risk Owner deve coinvolgere gli Action Owner nella definizione del 
Management Plan. E’ necessario che il Risk Owner e gli Action Owner condividano ogni 
misura correttiva per garantire un impegno comune nella mitigazione del rischio e assicurare 
che tutti i soggetti siano responsabili per la propria parte di competenza. Ogni singola misura 
correttiva deve essere condivisa e concordata sia dal Risk Owner sia dall’Action Owner con il 
Responsabile, così da garantire anche la coerenza della misura correttiva con l’attività e le 
strategie della propria linea gerarchica. Il Risk Owner raccoglie, generalmente tramite email, 
l’approvazione finale del Management Plan da parte degli Action Owner coinvolti. 
Una volta che il Management Plan è stato finalizzato dal Risk Owner, quest’ultimo, 
preferibilmente prima dell’Exit Meeting, provvede ad inviarlo al Team di Audit. 
Nel caso in cui il Risk Owner non riesca a completare il Management Plan, la condivisione e 
l’accordo sulle misure correttive avviene in fase di exit meeting. 
Se il Team di Audit valuta che il Management Plan proposto non sia coerente o efficace per 
mitigare i rischi sottostanti i rilievi evidenziati, il Team di Audit ne discute con il Risk Owner. 




 Infine il Team di Audit raccoglie tutti i “Detailed Findings” completati con i Piani di Azione e 
organizza l’Exit Meeting. Se l’approvazione del Management Plan da parte del Risk Owner 
incide significativamente sui tempi di emissione dell’Audit Report, questo può essere emesso 
anche in assenza di un Management Plan. In tale circostanza eccezionale per ciascun rilievo il 
Team di Audit riporta le relative raccomandazioni nell’Audit Report e il Risk Owner deve 
presentare il Management Plan entro 30 giorni dall’emissione dell’Audit Report. Una volta 
decorso tale periodo, in caso di mancata risposta, i rilievi vengono considerati scaduti. 
Nell’Audit Report il Team di Audit riporta che il Management Plan sarà fornito entro 30 giorni 
dalla data di emissione. 
 
Processo di approvazione e comunicazione in caso di decisione Taking Risk 
 
Nel caso in cui il Management decida di non definire un Management Plan per risolvere un 
Rilievo di Audit (es. decisione “Taking risk”), il Team di Audit esamina prontamente la 
questione con il Risk Owner per analizzare le ragioni sottostanti e condividere l'approccio da 
adottare. Nel caso in cui il Team di Audit ritenga che la questione non sia risolta, prima avviare 
un processo di escalation, la tematica viene discussa con il Responsabile della funzione di 
Internal Audit. Il processo di escalation identifica i livelli gerarchici “minimi” che devono 
essere coinvolti, in relazione alle circostanze, in caso di decisione “Taking Risk” da parte del 
Risk Owner. 
Se il Responsabile della funzione di Internal Audit ritiene che il Management stia accettando 
un livello eccessivo di rischio residuo e la problematica non viene risolta discutendone le 
motivazioni sottostanti con il Management, allora deve effettuare una comunicazione al livello 
gerarchico superiore ritenuto adeguato, in considerazione della pertinenza e rilevanza dei rischi 
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CEO/MANAGEMENT BOARD/COMITATO DI 
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REQUISITI MINIMI NON DEFINITI
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a) Le informazioni riportate costituiscono una sintesi dei contenuti del "Process Regulation 
- Management of critical findings”; pertanto, per una panoramica completa del processo,  
occorre fare riferimento alla Regulation. 
 
b)  Qualora la Società sia UniCredit S.p.A., se ritenuto opportuno dal Responsabile della 
funzione di Internal Audit, l’approvazione può essere ottenuta dal Responsabile di 
Divisione, Competence Line e Country Chairman in base alle loro responsabilità. 
 
 
Inoltre, se il Responsabile dell’Internal Audit ritiene che la questione non sia stata risolta, deve 





Poiché la maggior parte dei Top Manager non è coinvolto direttamente durante l’incarico, l’Exit 
Meeting al termine dell’attività di Audit fornisce loro l’opportunità di discutere le tematiche 
emerse e di esprimere formalmente la propria opinione sui risultati dell’audit. 
Il Risk Owner, il Team di Audit Team e, se necessario, anche gli Action Owner, partecipano 
all’Exit Meeting, al fine di discutere i risultati dell’attività di Audit e le conclusioni. 
Lo scopo dell’incontro è raccogliere i commenti del Management riguardanti le misure 
correttive da implementare e ottenere ufficialmente l’impegno del Management 
all’implementazione di tale Management Plan. 
Il Team Leader è responsabile di organizzare l’Exit Meeting entro un arco di tempo ragionevole 
(Es. 4 settimane) dopo il completamento del fieldwork di audit. Il Team Leader o il 
Responsabile della funzione di Internal Audit notifica via e-mail la data dell’Exit Meeting 
all’auditato e agli altri partecipanti. 
Il Team Leader invia ai partecipanti la bozza dell’Audit Report almeno tre giorni lavorativi 
prima dell’incontro. La bozza dell’Audit Report include misure correttive e scadenze (es. 
Management Plan) concordate con il Risk Owner. 
 L’esposizione verbale durante l’exit meeting gioca un ruolo importante nell’efficacia della 
comunicazione tra il Team di Audit e il Management. È quindi necessario, prima dell’Exit 
Meeting, assicurarsi che sia stato completato tutto il lavoro relativo alle tematiche da discutere. 




- Gli obiettivi di audit siano stati raggiunti; 
 
- Siano state adeguatamente coperte tutte le aree od attività e le evidenze raccolte 
supportino in maniera adeguata i risultati di audit; 
 
- Le carte di lavoro siano complete e archiviate in maniera appropriata;  
 
- Tutte le fasi di Quality Assurance siano state eseguite  
 
I partecipanti dell’Exit Meeting dovrebbero essere almeno coloro che hanno partecipato 
all’Entry Meeting. 
 
Pertanto, in generale, i partecipanti all’Exit Meeting sono il Team di Audit, i soggetti auditati, 
come il Risk Owner, solitamente i line manager, ulteriori partecipanti fino a livello del Board 
possono essere invitati discrezionalmente dal Team di Audit sulla base dei risultati dell’attività 
di audit, l’Action Owner, se diverso dal Risk Owner e se richiesti dal Risk Owner, il 
responsabile della funzione di Internal Audit a seconda della gravità dei rilievi di audit.  
In caso di un audit eseguito dalla Funzione di Internal Audit di UniCredit S.p.A. o di una Sub-
Holding su una Società controllata, il responsabile della funzione di Internal Audit locale deve 
sempre essere invitato all’Exit Meeting. 
È possibile, laddove ritenuto opportuno dal Responsabile funzione di Internal Audit, svolgere 
l’exit meeting per e-mail/conference call/videoconferenza, nel caso in cui la valutazione 
complessiva dell’audit sia “buono” o “soddisfacente”, o dove sorgano particolari problematiche 
di tipo logistico (es. partecipanti in location diverse). 
In particolare, durante l’Exit Meeting le modifiche all’Audit Report possono essere apportate 
in eccezionali (es. se sono avvenuti cambiamenti rilevanti). In questo caso, è possibile 
cancellare o modificare una parte descritta nell’Audit Report in conseguenza delle motivazioni 
ricevute durante l’Exit Meeting. Il Team Leader è responsabile di apportare le modifiche 
concordate durante l’Exit Meeting. I risultati finali di Audit sono comunicati e condivisi, 
compreso il “Taking risk”. Il Team Leader convalida formalmente i Piani di Azione. 







Caratteristiche generali delle Carte di Lavoro 
 
Gli auditor devono garantire che tutte le carte di lavoro siano: 
 
Pertinenti – La probabilità che manchino informazioni rilevanti viene resa minima se vengono 
considerate solo informazioni pertinenti e sufficienti per raggiungere gli obiettivi dell’audit.  
 
Accurate – Le carte di lavoro devono essere preparate accuratamente, assicurando che le  
osservazioni e i commenti siano specifici, validi e obiettivi. Le carte di lavoro devono fornire 
ai soggetti preposti alla Review una prospettiva adeguata dei processi in analisi. 
 
Complete – Le carte di lavoro devono registrare: 








DISCUSSIONE COSTANTE CON IL RISK OWNER,RO FIN DAL 
FIELDWORK
CONDIVISIONE DEI RILIEVI DURANTE UN AD HOC PRE-EXIT 
MEETING
INVIO AL RISK OWNER DELLE BOZZE E DEI FORUM 
"DETAILED FINDINGS"
CONDIVISIONE DEI RILIEVI MEDIANTE PRE-EXIT MEETING O 
CON MEZZI ALTERNATIVI PIU' INFORMALI
DEFINIZIONE DEL PIANO DI AZIONE PER CIASCUN RILIEVO
TEMPO MASSIMO(6 MESI) PER COMPLETARE LE MISURE 
CORRETTIVE
IMPEGNO DELL'ACTION OWNER NELLA DEFINIZIONE DEL 
PIANO DI AZIONE
CONDIVISIONE DEL PIANO DI AZIONE CON I RESPONSABILI 
LOCALI
L'ACTION OWNER  CONDIVIDE E CONCORDA LA MISURA 
CORRETTIVA CON IL SUO RESPONSABILIE
INVIO DEL PIANO DI AZIONE AL TEAM DI AUDIT PRIMA 
PROCESSO DI APPROVAZIONE IN CASO DI " TAKING RISK"























b. le procedure di audit, la relativa tempistica, entità, i risultati e il nome dell’Auditor che le ha 
svolte; 
c. le conclusioni di Audit, le conclusioni e la logica sottostante. Non è possibile interrompere 
un’ispezione senza fornire una spiegazione. 
 
Chiare – Le carte di lavoro devono essere comprensibili e leggibili e non devono necessitare  
informazioni supplementari. I soggetti addetti alla Review delle carte di lavoro devono essere 
in grado di determinare le attività definite dagli auditor, che cosa è stato riscontrato, le 
conclusioni e le attività non effettuate. 
 
Economiche – Gli Auditor sono esortati a conservare le carte di lavoro in formato elettronico,  
mediante l’utilizzo di un applicativo IT o con una cartella condivisa a livello di Dipartimento. 
 
Inoltre le carte di lavoro devono identificare chiaramente la fonte dei dati, cioè quando e da chi 
il documento è stato preparato e approvato, la tipologia di documento, livello di ufficialità. 
Inoltre qualsiasi documento preparato dal Team di audit (es. memorandum, comunicazioni, 
report, ecc.) deve essere dotato di riferimento al titolo o al numero dell’incarico di Audit. 
 
La prima pagina delle carte di lavoro su supporto cartaceo deve riportare le iniziali dell’Auditor 
che ha svolto il lavoro, la data di preparazione nonché contenere un indice o un numero di 
riferimento e riferimenti incrociati con le carte di lavoro allegate. 
 
Gestione delle Carte di Lavoro 
 
La gestione delle carte di lavoro dell’incarico di audit deve essere determinata sulla base dei 
seguenti elementi: 
 
 Entità e complessità dell’incarico di lavoro; 
 
 Metodologia di Audit, procedure e applicativi utilizzati per l’incarico; 
 




 Natura e importanza dei rilievi identificati; 
 
 Tipologia dell’incarico. 
 
 
È importante che il contenuto delle carte di lavoro possa superare l’esame effettuato da terzi e 
che la loro struttura e presentazione indichino un Audit ben pianificato e strutturato a completo 
supporto delle Evidenze di Audit. 
 
2.4.1 RIFERIMENTO INCROCIATO TRA IL TEST DI AUDIT E LE CARTE 
DI LAVORO 
 
I riferimenti incrociati tra le carte di lavoro e i test e i rilievi di audit devono essere svolti da 
tutti gli Auditors che hanno preso parte all’incarico. Accurati riferimenti incrociati aiutano ad 
incrementare la qualità del lavoro e supportano i soggetti preposti alla Review nel garantire che 
gli obiettivi di audit siano stati raggiunti. Ogni carta di lavoro deve avere un riferimento 
incrociato con un particolare elemento di Audit del Work Program sulla base della procedura 
di Audit applicata svolta ai fini delle Evidenze di Audit.  
 
Requisiti particolari in caso di Frodi e di Special Investigation 
 
In caso di frodi e Special Investigation si suggerisce al Team di Audit di interfacciarsi con 
Human Resources a livello locale nella fase di preparazione dell’ispezione per definire in 
maniera adeguata la formulazione delle carte di lavoro. Tale aspetto assume importanza 
essenziale in caso di controversie in corso o ispezioni di tipo regolamentare. 
Particolare attenzione deve essere prestata nel selezionare e conservare le carte di lavoro 
raccolte in caso di frodi o Special Investigation in quanto queste possono essere di supporto a 
Human Resources. 
 
Tutti i report, i documenti e le evidenze ottenute devono essere registrati in ordine cronologico 
e adeguatamente conservati nel dossier di Audit. 




 Lettere, memorandum e corrispondenza, sia in formato cartaceo che elettronico (sia e-
mail sia informazioni memorizzate su PC); 
 
 File su PC, inserimenti nei piani dei conti o altri record finanziari o elettronici; 
 
 Log di sicurezza e di rilevamento dei tempi, come videocamere di sicurezza o record 
badge di accesso; 
 
 Registrazioni telefoniche interne; 
 
 Informazioni di dominio pubblico sulla clientela o sui venditori conservate 
dall’organizzazione, come contratti, fatture e informazioni di pagamento; 
 
 Registrazioni pubbliche come registrazioni di attività con agenzie governative o 
registrazioni di proprietà; 
 
 Nuovi articoli, siti web interni e esterni, ad esempio social network. 
 
I verbali delle interviste e le relative carte di lavoro devono essere adeguatamente archiviati e 
conservati per eventuali esigenze future. 
Nei casi in cui il risultato delle attività di Audit rilevi responsabilità in capo al personale (ad 
esempio frode, disattenzioni) le relative carte di lavoro devono documentare chiaramente le 
conclusioni di Audit e devono essere conservate con cura. 
 
Regole di conservazione e relative Responsabilità 
 
Nessuna documentazione ufficiale fornita al Team di Audit deve essere conservata nel dossier 
di audit. 
Proprio per questo motivo, il Team Leader è responsabile dell’archiviazione e della 
conservazione delle carte di lavoro di un unico incarico. 
Tutti i documenti vengono conservati nella più ampia misura possibile su formato elettronico. 




Tutte le carte di lavoro devono essere conservate e archiviate in linea con i requisiti normativi 
e legali locali. In caso di special Investigation potrebbe rendersi necessario un periodo di 




Accesso e Review delle Carte di Lavoro 
 
Il Management, l’Internal Audit Department di UniCredit S.p.A. e delle Sub-holding devono 
richiedere di avere accesso all’intero dossier di audit o a specifiche carte di lavoro relative 
all’incarico nella Legal Entity. 
L’accesso può essere necessario per spiegare alcuni Risultati di Audit, per la Quality Review o 
per altri scopi. 
In conformità ai requisiti legali locali il Responsabile o un soggetto designato approva questo 
tipo di richieste e autorizza i revisori esterni ad avere accesso al dossier di audit. 
 
Ruoli e Responsabilità 
 
Il Responsabile, in qualità di responsabile ultimo dell’adeguata conservazione delle carte di 
lavoro, deve assegnare la responsabilità relativa all’archiviazione dei record dell’incarico. In 
generale, con riferimento ad ogni incarico di audit, il Team Leader garantisce la completezza e 
la buona organizzazione delle carte di lavoro. 
 
 La Riservatezza 
 
Le carte di lavoro devono essere adeguatamente protette e classificate con almeno il livello di 
riservatezza assegnato all’Audit Report, in ogni caso, in linea con il livello di riservatezza 
stabilito dall’Owner del documento. Tutti i componenti del Team di Audit sono responsabili 
della riservatezza dei documenti di Audit. Durante il Fieldwork le carte di lavoro devono essere 
protette contro incendi, furti o altri eventi. Ad esempio, sulla base dei principi di “clean desk” 
gli Internal Auditors possono utilizzare strutture di sicurezza presso l’auditato. Negli uffici dei 
responsabili ultimi le carte di lavoro devono essere conservate in file protetti. Inoltre ogni 
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Responsabile può definire ulteriori regole più restrittive per la gestione della riservatezza e della 
protezione della segretezza dei dati, se la normativa locale lo richiede. 
 
 2.5 SUPERVISIONE DELL’INCARICO 
 
La supervisione dell’incarico è un processo continuo che inizia con la fase di pianificazione 
dell’incarico stesso e termina con l’emissione dell’Audit Report finale. 
Uno dei principali pilastri della supervisione dell’incarico è la Engagement Quality Assurance.  
Il Responsabile della funzione di Internal Audit ha la responsabilità della supervisione 
dell’incarico. 
La supervisione dell’incarico è finalizzata a garantire il raggiungimento degli obiettivi di Audit 
e il mantenimento dei requisiti e degli standard qualitativi. 
Molto importante è la crescita professionale delle risorse perché il livello di attività di 
supervisione richiesto dipende dal livello di conoscenze e esperienza del Team di Audit e dalla 
complessità dell’incarico. In caso di Team di Audit particolarmente strutturati il responsabile 
della funzione di Internal Audit può richiedere il supporto di determinati esperti (ad es. Team 
Leader, Responsabile della Unit) nell’esecuzione dell’incarico. 
 
Il processo di supervisione dell’incarico richiede una  serie di attività: 
 
 Garantire che gli Auditors selezionati siano in possesso delle conoscenze, competenze 
e caratteristiche richieste per eseguire l’incarico. 
 
 Fornire adeguate istruzioni nel corso della pianificazione dell’incarico e approvazione 
del Work Program. 
 
 Garantire che il Work Program approvato venga completato fatta eccezione per 
eventuali variazioni che devono essere giustificate e autorizzate. 
 
 Assicurarsi che i documenti di lavoro relativi all’incarico supportino in maniera 




 Assicurarsi che le comunicazioni relative all’incarico siano accurate, obiettive, chiare, 
concise, costruttive e tempestive. 
 
 Assicurarsi che gli obiettivi dell’incarico vengano raggiunti. 
 
 Fornire opportunità per lo sviluppo delle conoscenze, delle competenze e delle abilità 
degli internal auditor. 
 




2.5.1 TRACCIABILITÀ DELLA SUPERVISIONE DELL’INCARICO 
VALIDO PER UNICREDIT SPA E PER LE SOCIETÀ IN SERVICE 
 
Al fine di tenere traccia nelle carte di lavoro dell’attività di supervisione dell’incarico e delle 
sostanziali modifiche effettuate sull’Audit Report, il Team Leader e l’Audit Manager incaricato 
della supervisione, devono salvare copia dell’Audit Report nelle carte di lavoro.  
In base all’Audit Quality & Improvement Model, l’Engagement Quality Assessment richiede, 
in aggiunta al Quality Assurance Scoring, anche nel: 
 
i) Lavoro sul campo;  
ii) Engagement Quality Statement, ossia le altre fasi dell’Engagement Quality 
Assessment. 
 
 Il soggetto responsabile svolge le adeguate attività di Quality Assurance per l’esecuzione 
dell’Audit e le fasi di Reporting, seguendo lo stesso approccio utilizzato nella fase di 
pianificazione dell’incarico. 
Prima del completamento dell’incarico di audit il responsabile della funzione di Internal Audit 
riesamina e conferma la valutazione iniziale del Quality Assurance Scoring per assicurarsi che 
non si siano verificate variazioni significative che possano impattare il QAS. 
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Il processo termina con la predisposizione dell’Engagement Quality Statement (sottoscritto dal  
responsabile della funzione di Internal Audit e archiviato come carta di lavoro). Tale documento 
riporta problematiche relative alla QA issues (se presenti) e Rating finale della QA. 
Nel caso in cui il processo relativo all’Engagement Quality Assurance porti alla conclusione 
che problematiche relative alla qualità, analizzate singolarmente o considerate congiuntamente 
con ulteriori problematiche, siano superiori a un determinato livello di carenza (ossia il livello 
finale della QA è “Fail”), l’Audit Report non deve essere emesso. 
L’Engagement Quality Statement, firmato dal responsabile della funzione di Internal Audit e  
archiviato come carta di lavoro, rappresenta il documento che attesta l’esecuzione delle attività 
di supervisione dell’incarico. 
 
 
2.6 DATA SAMPLING 
  
Adesso è importante definire principi adeguati per indirizzare l’utilizzo di approcci di 
campionamento dei dati durante gli incarichi di Audit. 
L’utilizzo del campionamento dei dati può influenzare la maggior parte degli incarichi di Audit 
e può rappresentare un mezzo di significativa importanza per raccogliere Evidenze di Audit a 
supporto delle conclusioni e dei Risultati di Audit. 
 Il Team di Audit durante l’incarico di Audit deve decidere se utilizzare il campionamento dei 
dati, definendo, in tal caso, un adeguato approccio di campionamento dei dati.  
Inoltre il Team di Audit deve analizzare i criteri utilizzati per definire il campione di Audit e 
valutare i risultati del campionamento. E infine documentare adeguatamente le logiche e i 
risultati dalle fasi precedenti. 
 
 
 Workflow del Processo di Raccolta delle Evidenze di Audit 
 
Fornire Assurance implica verificare che i controlli vengano strutturati e svolti in maniera tale 
da mitigare con efficacia i relativi rischi chiave e portarli ad un livello accettabile. 
Con specifico riferimento alla valutazione del funzionamento dei controlli il campionamento 
dei dati rappresenta una delle possibili procedure di Audit che possono essere implementate per 
raccogliere adeguate Evidenze di Audit a supporto delle relative conclusioni. 
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Per valutare ogni controllo chiave, nel contesto del Work Program dell’incarico vengono 
sviluppati specifici Test di Audit. 
Per decidere quale approccio di Audit meglio si adatta allo specifico obiettivo di controllo 
devono essere considerati i seguenti aspetti: 
 
 Considerazioni in termini di costi/benefici; 
 
 Disponibilità dei dati; 
 
 Caratteristiche della popolazione auditata; 
 
 Applicativi già in essere per analizzare la popolazione. 
 
Le fasi qui di seguito riportate intendono fornire l’esempio migliore da seguire per supportare 
la scelta relativa all’approccio di Audit da adottare. 
I controlli chiave sono gli elementi su cui si focalizzerà l’attività di Internal Audit per fornire 
Assurance sul processo auditato. 
 Per questo le fasi illustrate sono in linea anche con l’approccio “di Assurance integrata”. 
Come prima fase, considerando lo specifico obiettivo del Test di Audit del Work Program da 
raggiungere, il Team di Audit valuterà l’esistenza e l’entità degli applicativi utilizzati da altre 
funzioni delle Legal Entities per valutare l’efficacia dei controlli chiave svolti sulle aree 
auditate. 
 
Se questi applicativi risultano in essere e il Team di Audit li considera adeguati i risultati dei 
controlli svolti dalle succitate funzioni possono essere reputati affidabili e possono essere 
utilizzati a supporto delle conclusioni di Audit. 




 Funzionamento: dopo una valutazione positiva del disegno di controllo, per valutare  
l’adeguato funzionamento di questi applicativi possono essere implementati o con 
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tecniche analitiche di dati sui risultati degli applicativi o campionamento dei risultati 
degli applicativi. 
 
Se non risultano in essere applicativi per l’autovalutazione o gli applicativi utilizzati sono 
considerati non affidabili, il focus del Team di Audit dovrà passare dalla valutazione di questi 
applicativi alla valutazione dell’efficacia del disegno e al funzionamento dei controlli chiave 
attualmente in essere. 
Per questo nel caso in cui la valutazione dell’efficacia della strutturazione dei controlli risulti 
positiva il funzionamento dei controlli può essere valutato da tecniche analitiche di dati sui 
risultati dei controlli o campionamento dei risultati dei controlli. 
 
 
Qui di seguito viene riportata una rappresentazione grafica dei concetti sopra illustrati: 
 
 
IDENTIFY KEY RISKS AND KEY 
CONTROLS
DEVELOP AUDIT TESTS ADDRESSED TO EVALUATE KEY 
CONTROLS
CONSIDERING THE OBJECTIVE OF THE AUDIT TESTS, EVALUATE 
THE NEED TO PERFORM DATA ANALYTICS OR DATA SAMPLING
WHAT ARE THE APPLICABLE APPROACHES?
DATA ANALYTICS DATA SAMPLING
REACH A CONCLUSION ON CONTROLS FUNCTIONING AND ON THE OVERALL RELIABILITY OF THE 
ESTABILISHED CONTROLS ASSESSING THE EXISTENCE  AND FUNCTIONING OF TOOLS/KPIs 
DEVELOPED TO ASSESS THEIR EFFECTIVENESS
IF NO RELIANCE CAN BE PLACED ON THE TOOLS/KPIs PERFROMED BY OTHER FUNCTIONS APPLY 





L’audit sampling è l’applicazione delle Procedure di Audit adottate per meno del 100% della  
popolazione per permettere al Team di Audit di valutare le Evidenze di Audit su una specifica 
caratteristica delle voci selezionate per formulare o contribuire a formulare una conclusione 
relativa alla popolazione dalla quale sono state selezionate le voci. 
 
Approcci al Campionamento dei Dati 
 




2. Non statistico 
 
Entrambi gli approcci richiedono che il Team di Audit utilizzi il giudizio professionale nella 
pianificazione, esecuzione e valutazione di un campione e nell’operare riferimenti incrociati tra  
l’Evidenza di Audit prodotta dal campione e un’altra Evidenza di Audit, ai fini della 
formulazione di una conclusione per ottenere Evidenze di Audit sufficienti, affidabili, pertinenti 
e utili. 
Principale obiettivo di campionamento dei dati riguarda le tecniche di campionamento 
statistico, che risultano limitate per assegnare un campionamento, utilizzato per valutare 
l’efficienza dei controlli. 
 
Principali Fasi di Campionamento dei Dati 
 
Le fasi principali dell’attività di campionamento dell’Audit sono: 
 
1. Identificazione della procedura di campionamento da applicare; 
 
2. Applicazione della procedura di campionamento scelta; 
 




4. Raggiungimento di conclusioni generali sull’efficacia dei controlli. 
 
Il campionamento può essere un’utile procedura di audit quando il Team di Audit deve 
analizzare una popolazione ampia e non ha tempo e risorse sufficienti per effettuare una Review 
completa (in linea con un’analisi costi/benefici). Inoltre il Team di Audit deve essere  
consapevole delle caratteristiche di una specifica procedura di Campionamento di Audit da 
adottare per ottenere sufficienti Evidenze di Audit. 
Si deve privilegiare l’analisi dell’intera popolazione al campionamento se sono disponibili altre 
tecniche analitiche di dati in grado di identificare le deviazioni nell’intera popolazione (ad 
esempio i Key Risk Indicator).  
Oppure se si tratta di un’area molto sensibile e non vi è margine di errore (è necessario avere 
risultati esatti, come nelle Special Investigation), in quanto devono essere analizzate tutte le 
voci Rilevanti. Anche se la popolazione è molto ridotta e sarebbe più rapido e semplice 
analizzarla tutta o la maggior parte delle voci della popolazione piuttosto che effettuare 
procedure di campionamento. 
  
Campionamento non Statistico 
 
Definizione del campionamento non statistico: 
 
“Il campionamento non statistico è un approccio di campionamento in cui il team di audit 
utilizza il giudizio professionale e non i metodi probabilistici per generare e selezionare le voci 
da analizzare.” 
 
Quando utilizzare il campionamento non statistico? 
Il campionamento non statistico deve essere utilizzato quando vengono soddisfatte la maggior 
parte delle condizioni seguenti: 
 
 La popolazione è troppo ridotta per operare una valutazione matematica; 
 
 Il campionamento non statistico viene preso in considerazione per fornire un’adeguata  





 Si intende concentrare gli sforzi dell’Audit su una specifica area problematica 
identificata da un campione precedente o da alcune informazioni; 
 
 Il team di audit ha familiarità con la popolazione e le deviazioni sono facilmente 
identificate (ad esempio il Team di Audit è in grado di identificare per mezzo di un 
giudizio la concentrazione di un numero limitato di voci nella popolazione); 
 
 I risultati statistici non risultano utili date le caratteristiche della popolazione analizzata. 
 
  
Quali sono i benefici derivanti dal campionamento non statistico? 
 
L’approccio relativo al campionamento non statistico può indicare la composizione della 
popolazione senza le complessità dell’approccio statistico. 
 
Quali sono i Limiti del campionamento non statistico? 
 
1. Il Team di Audit è incline ad inserire un errore nel campione.  
 
2. Non è possibile quantificare il rischio di campionamento; 
 
3.  Non è possibile estrapolare i risultati sulla popolazione in quando il campione 
probabilmente non è rappresentativo della popolazione; 
 





Definizione del Campionamento Statistico: 
 
“E’ un Approccio strutturato che comporta l’applicazione di tecniche attraverso le quali è 
possibile pervenire a conclusioni matematiche circa la popolazione.” 
 Ciascun elemento della popolazione deve avere la stessa possibilità di essere selezionato. 
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Nell’applicare il Campionamento Statistico la popolazione è troppo ampia per essere analizzata 
al 100%.  
Attraverso un numero di transazioni limitato, è possibile trarre conclusione su una popolazione 
più ampia. 
E’ necessaria una precisione molto accurata, matematica sulle caratteristiche dell’intera 
popolazione. 
  
Quali sono i Benefici del Campionamento Statistico? 
 
1. Incrementa la qualità dell’audit con la quantificazione e la proiezione dei risultati del  
campionamento sull’intera popolazione; 
 
2. Fornisce una valutazione più obiettiva per il management; 
 
3. Supporta al meglio i Rilievi di Audit; 
 
4. Permette la misurazione e il controllo del rischio del campione; 
 
5. Il Team di Audit può ottimizzare l’ampiezza del campione sulla base del rischio 
misurato matematicamente considerato accettabile. In questo modo, possono essere 
evitati sia eccessive che limitate attività di Audit. 
  






3. Definizione del campione e documentazione; 
 
4. Rischio di erronea applicazione; 
 






Processo di Campionamento Statistico 
 
Le attività di campionamento di audit sono svolte durante l’intero Processo di Audit. La 
“Preparazione” è la prima fase nella quale è considerato il campionamento. Durante questa fase, 
sono svolte le seguenti attività: 
 
1) Eseguire il risk assessment per ciascun elemento di Audit 
Sulla base del Risk Assessment degli elementi di Audit, possono essere applicate diverse 
procedure con differenti livelli di Assurance. Le conclusioni di Audit sono solitamente basate 
su evidenze derivanti da diverse fonti, come risultato dell’applicazione di diverse procedure.  
Tra le diverse procedure, il campionamento dei dati può essere scelto se la valutazione 
costi/benefici è positiva. Questo implica che può essere utilizzato efficacemente nella 
valutazione di elementi ad elevato rischio. 
Inoltre, la valutazione del rischio dell’elemento di Audit influenzerà la scelta delle tecniche di 
campionamento da applicare e impatterà anche sui diversi parametri della tecnica di 
campionamento scelta (es. il livello di confidenza deve essere aumentato in base al livello di 
rischio dell’elemento di audit analizzato). 
 
La Pianificazione dell’Intervento è la fase più importante nella definizione del Campione di 
Audit. 
Durante questa fase, sono svolte le seguenti attività: 
 
2) Definizione dell’obiettivo del Test di Audit 
La definizione dell’obiettivo del Test di Audit identificando quali condizioni determinano un 
non funzionamento dei controlli. Prima di testare, il Team di Audit deve determinare 
chiaramente quali condizioni costituiscono un errore o deviazione in riferimento all’obiettivo 
del Test di Audit. 
Questa attività fornisce le basi per identificare la popolazione rilevante e selezionare l’approccio 
di campionamento più appropriato e le tecniche per raggiungere gli obiettivi definiti. 
 
 
3) Analizzare la popolazione rilevante 
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La popolazione è l’intero gruppo di dati dai quali gli auditor devono costruire il campione e sul 
quale il campione statistico consente al Team di Audit di trarre conclusioni relative allo 
specifico controllo testato. 
La popolazione dalla quale è costruito il campione deve essere appropriata e considerata 
completa per lo specifico obiettivo del Test di Audit. 
Gli elementi singoli che costituiscono la popolazione possono essere definiti unità campionarie. 
L’unità campionaria dipende dagli obiettivi dell’elemento di Audit.  
L’efficienza e l’efficacia dell’Audit può essere migliorata se il Team di Audit stratificasse la 
popolazione identificando delle sotto-popolazioni rilevanti che hanno specifiche caratteristiche. 
La stratificazione riduce la variabilità degli elementi in ciascun strato, consente di identificare 
possibili problematiche relative a uno o più strati e migliora l’efficacia dell’Audit senza 
aumentare il rischio del campionamento. 
Il Team di Audit deve chiarire nel Work Program il razionale relativo al periodo di tempo dal 
quale è selezionata la popolazione, la stratificazione effettuata e altri parametri di selezione 
della popolazione. 
 
4) Definire quale approccio di campionamento di Audit utilizzare (Statistico o non 
statistico). 
Tutti gli step precedenti aiutano il Team di Audit a identificare l’approccio di campionamento 
di Audit da applicare più adatto.  
L’informativa relativa alla valutazione iniziale di rischio è riassunta dell’Engagement 
Memorandum e, se il Team Leader decide di utilizzare il campionamento, l’approccio al 
campionamento scelto sarà formalizzato nel Audit Methods. 
 
5) Solo per il campionamento statistico. 
Il Team di Audit deve svolgere le seguenti attività per definire l’ampiezza del campione: 
quantificare il livello di rischio del campione, l’errore atteso, l’errore tollerabile, il rischio beta 
e altri parametri. 
Per definire l’ampiezza del campione nel campionamento statistico, è necessario definire i 
seguenti parametri del campionamento: 
 
 Tasso di errore atteso: E’ la percentuale della popolazione che il Team di Audit si aspetta 
di trovare in una condizione di errore. Nel determinare il tasso di errore in una 
popolazione, il Team di Audit deve considerare dati quali i Risultati di Audit precedenti, 
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le modifiche nelle procedure interne e i risultati della valutazione dei controlli interni e 
le procedure analitiche. Nel caso in cui non fossero disponibili dati storici affidabili, il 
Team di Audit deve applicare il professional judgement sulla base della specifica 
situazione oggetto di Audit, anche considerando le best practices e le aspettative del 
management. 
 
 Massimo tasso di errore accettabile: E’ il massimo tasso di errore nella popolazione che 
il Team di Audit può accettare e che può far comunque asserire che i controlli mitigano 
il rischio ad un livello accettabile. Al fine di definire il massimo tasso di errore 
accettabile, la fonte primaria di informazione sono le policy della banca relative alla 
valutazione del rischio. Inoltre, condividere le opinioni circa il massimo tasso di errore 
accettabile con i management è la migliore pratica funzionale per comprendere se il 
Responsabile della funzione auditata ha definito il proprio massimo tasso di errore 
accettabile. Inoltre per definire un possibile accordo sul massimo tasso di errore 
accettabile e chiarire interamente i parametri di valutazione prima di applicare il 
campione alla popolazione. La decisione finale sul massimo tasso di errore tollerabile è 
responsabilità del Team Leader, sulla base del proprio giudizio professionale, 
considerando il valore appropriato per il massimo tasso di errore accettabile che dipende 
dall’affidabilità posta sui controlli testati. Il Team Leader deve analizzare i valori più 
alti per il massimo tasso di errore accettabile, valutando se li possa considerare adeguati 
quando la mancata riuscita dei controlli testati ha un impatto limitato sul processo. Allo 
stesso modo, per i valori più bassi per il massimo tasso di errore accettabile se il Team 
Leader li possa considerare adeguati quando è posta alta affidabilità sui controlli testati 
(controlli chiave). 
 
Due principali rischi sono inerenti nell’attività di campionamento statistico: 
 
 Rischio di non campionamento 
 Rischio di campionamento 
 
Il rischio di non campionamento è il rischio che il test eseguito dal Team di Audit non vada a 
buon fine nell’individuare le eccezioni esistenti nel campione. Le due possibili cause sono o 
che il Team di Audit non riconosce le eccezioni o che sono svolte procedure di Audit sugli 




Il rischio di campionamento è il rischio che il Team di Audit giunga a conclusioni non corrette 
perché il campione non è rappresentativo della popolazione. Ciò significa che le conclusioni 
raggiunte sul campione potrebbero essere differenti dalle conclusioni raggiunte nel caso in cui 
l’intera popolazione fosse stata sottoposta alla stessa Procedura di Audit. 
Solo il campionamento statistico consente la quantificazione del rischio di campionamento. Il 
livello di rischio di campionamento accettabile è strettamente legato all’importanza dei risultati 
del campionamento per le conclusioni nei del Team di Audit. L’Elevato affidamento sui risultati 
del campione implica una bassa accettazione del rischio di campionamento. 
Il rischio di campionamento può essere ridotto scegliendo un metodo appropriato di selezione 
degli elementi del campione o aumentando la dimensione del campione. 
E’ possibile dividere il rischio di campionamento in due tipologie: 
 
 Rischio di valutare il rischio del controllo troppo elevato (rischio α) è la probabilità di 
giungere alla conclusione che i controlli testati siano meno efficaci di quanto siano in  
realtà. Questo rischio influenza l’efficacia dell’Audit perché porta ad eccesso di Audit. 
In realtà, aumentare l’ampiezza del campione “corregge di per se” questo errore ma 
aumenta anche il costo dell’intervento di Audit. 
 
 Rischio di valutare il rischio del controllo troppo basso (rischio β) è la probabilità di 
giungere alla conclusione che i controlli testati siano più efficaci di quanto siano in 
realtà. Questo rischio influenza l’efficacia dell’Audit perché porta ad esprimere una 
opinione di Audit non corretta sull’efficacia del funzionamento del controllo. Il Livello 
di Confidenza è l’affidabilità che il Team di Audit riconosce ai risultati del  campione: 
Livello di Confidenza = 1 – β. I livelli di confidenza comunamente utilizzati sono 90% 
e 95%.  
 
La decisione del Team Leader relativamente al livello di confidenza scelto si basa sul 
giudizio professionale a seconda dell’analisi del rischio del particolare elemento 
verificato. 
 
6) Decidere quale tecnica di Campionamento di Audit utilizzare. 
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Tutti gli step precedenti aiutano il Team di Audit a identificare la tecnica di campionamento di 
audit più adeguata da applicare (la tecnica scelta e i suoi parametri dovrebbero essere riportati 
nel Work Program).  
 
7) Creare l’ampiezza del campione e selezionare un campione rappresentativo in 
coerenza con il metodo scelto. 
Per il campionamento statistico, i valori dei parametri identificati nello step 5 saranno utilizzati 
per produrre l’ampiezza del campione, processandoli con un Tool adeguato (tra i quali, MS 
Excel e MS Access). Nell’utilizzare il campionamento statistico, gli elementi del campione 
sono scelti in maniera tale che ciascuna unità del campione abbia una probabilità nota di essere 
selezionato e il campionamento è rappresentativo per l’intera popolazione. Al fine di definire 
un campione considerato rappresentativo della popolazione analizzata, è generalmente 
accettato un campione di una dimensione minima di 25.  
La dimensione del campione è influenzata da una serie di fattori, i più importanti sono riportati 




La dimensione del campione per il campionamento non statistico è definita sulla base del 
giudizio professionale. Coerentemente, la valutazione soggettiva è utilizzata per definire la 
corretta dimensione del campione e per selezionare gli elementi del campione, dal momento 
che il campione selezionato non può essere considerato rappresentativo della popolazione. 
 
FATTORI
Aumento nella misura in cui i l   risk 
assessment del Team di Audit tenga in 
considerazione i controlli rilevanti.
Aumento del tasso tollerabile di 
deviazione
Aumento del tasso atteso di deviazione
Aumento del l ivello di confidenza
Aumento del numero di unità 
campionate nella popolazione








Piu alto è il  risk assessment del Team di audit, maggiore deve essere 
la dimensione del campione
Piu' basso è il  tasso tollerabile di deviazione, maggiore deve essere la 
dimensione del campione
Piu alto è il  tasso atteso di deviazione, maggiore deve essere la 
dimensione del campione, ai fini di una stima ragionevole
Piu alto è il  l ivello di garanzia desiderato, che il  tasso tollerabile della 
devizione non è superato dall'effettivo tasso di deviazione nella 
popolazione, maggiore deve essere la dimensione del campione
Per popolazioni ampie, l 'effettiva dimensione della popolazione ha, 




8. Documentare le procedure di campionamento (unitamente al razionale e alle 
giustificazioni). 
Per rafforzare la sufficienza, la rilevanza e l’affidabilità delle evidenze a supporto delle 
conclusioni di audit, le carte di lavoro devono documentare interamente l’utilizzo delle tecniche 
di campionamento. 
Le carte di lavoro devono includere dettagli sufficienti per descrivere chiaramente l’obiettivo 
del campionamento e il processo di campionamento da utilizzare. Le carte di lavoro dovrebbero 
anche includere la fonte della popolazione, il metodo di campionamento utilizzato, i parametri 
di campionamento (es. intervallo di campionamento in un campionamento sistematico), gli 
elementi selezionati, i dettagli dei test di audit eseguiti e le conclusioni raggiunte. 
I requisiti minimi relativi alle Carte di Lavoro sul Campionamento Statistico includono: 
 
 Il processo di identificazione della popolazione;  
 I file con i dati delle popolazione e il campione; 
 Le motivazioni per la scelta del metodo di campionamento; 
 L’ampiezza del campione e la sua determinazione; 
 Il criterio per la selezione degli elementi e le motivazioni della sua applicazione; 
 In caso di campionamento statistico: razionale per la scelta del livello di confidenza; 
 Massimo tasso di errore accettabile, tasso di errore atteso e altri parametri. 
 
9. Applicare le procedura di audit per gli elementi campionati 
Il Team di Audit esegue attività di audit, appropriata con l’obiettivo, su ciascun elemento 
selezionato. Se l’Auditor non può applicare le Procedure di Audit selezionate all’elemento 
selezionati (es. elementi mancanti), l’Auditor deve trattare tale elemento come una deviazione 
dal controllo prescritto. Una eccezione a tale regola è quando una transazione è invalidata (es. 
Annullata o cancellata) e la Procedura di Audit non può essere applicata a tale tipologia di 
transazioni. In questa situazione, la transazione invalidata è considerata una deviazione e viene 
sostituita. 
 
10. Valutare le evidenze del campione sulla base dell’approccio scelto per 




 Implica analizzare ogni possibile errore identificato nel campione per determinare se sono 
effettivamente errori o “falsi positivi” e investigare la natura e la causa di ogni deviazione o 
affermazione inesatta identificata, e valutare i loro possibili impatti. Se è stato svolto il 
campionamento statistico, è possibile proiettare matematicamente i risultati sulla popolazione 
(errore proiettato della popolazione). Al fine di proiettare il tasso di deviazione del campione 
sulla popolazione, è necessario utilizzare appropriate tecniche di proiezione. Altrimenti, per il 
campionamento non statistico, il Team di Audit deve valutare le evidenze del campione sulla 
base del giudizio professionale. 
 
La conclusione del campionamento statistico possono essere le seguenti: 
 
 Il tasso di errore proiettato della popolazione è ≤ Massimo tasso di errore accettabile: i 
controlli sono applicati come disegnato; 
 Il tasso di errore proiettato della popolazione è > Massimo tasso di errore accettabile: i 
controlli non sono applicati come disegnato. 
 
Il Team di Audit è responsabile di definire se è stata ottenuta una Evidenza di Audit 
sufficientemente appropriata. 
 A tal fine, tutte le Evidenze di Audit rilevanti, anche che emergono dalle differenti procedure 
di Audit relative allo stesso controllo, devono essere tenute in considerazione. 
I risultati del campionamento forniscono una valutazione quantitativa del funzionamento dei 
controlli e devono essere affiancate da una adeguata analisi della “root cause”, se sono 
identificate delle deviazioni. Inoltre, i risultati devono consentire di valutare la necessità di 
Procedure di Audit aggiuntive. 
 
11. Documentate le conclusioni del campionamento. 
Le Carte di Lavoro del Campionamento dei Dati include i risultati delle Procedure di Audit 




12. Formalizzare i risultati rilevanti nell’Audit Report 
Quando sono utilizzate delle tecniche di campionamento dei dati a supporto dei Risultati di 
Audit, si raccomanda di riportare nell’Audit Report una breve nota sulle tecniche di 
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campionamento usate e i loro parametri devono essere formalizzati nella sezione Result del 
Audit Report. Se, dalle attività di campionamento dei dati, sono identificati controlli non 
funzionanti, il relativo Rilievo dovrebbe formalizzare i risultati del campionamento dei dati, 
specificando l’approccio di campionamento (statistico o non statistico) e i principali parametri 
(livello di confidenza, massimo tasso di errore tollerabile). Se necessario a supportare i risultati 
dell’incarico, le informazioni sul campionamento dei dati dovrebbero essere formalizzati nella 
sezione “Conclusions” dell’Executive Summary. Inoltre se è stata applicata una tecnica di 
campionamento statistico, il Team di Audit deve proiettare i risultati sull’intera popolazione o 
sulla porzione di popolazione analizzata. Nel caso in cui, il Team di Audit ha applicato il 
campionamento non statistico, i risultati sono rilevanti solo per gli elementi analizzati. E’ 
importante non proiettare all’intera popolazione i risultati del campionamento se non è stato 
eseguito un campionamento statistico. 
 
Ruoli e Responsabilità 
 
Nell’utilizzare le tecniche di campionamento statistico, il Team Leader deve decidere quale 
approccio di campionamento dei dati applicare e formalizzarlo tra gli Audit Methods nell’ 
Engagement Memorandum.  
Successivamente definire e dichiarare nel Work Program, per ciascun Elemento di Audit nel 
quale il campionamento statistico è ritenuto appropriato, il razionale dei parametri di 
campionamento dei dati scelti. Inoltre assicurarsi che, quando sono applicate le procedure di 
campionamento statistico, il Team di Audit mostri le abilità adeguate per eseguirle. Altrimenti, 
se il Team Leader decide di applicare le tecniche di campionamento statistico da applicare 
anche se il Team di Audit non ha le abilità richieste, deve essere fatta una specifica richiesta di 
consigli e supporto ad uno specialista qualificato. Il Team Leader deve assicurarsi che i requisiti 
minimi per la documentazione nelle Carte di Lavoro del Campionamento dei Dati siano 
rispettati. E infine verificare che l’Audit Report contenga informazioni sufficienti sul 
Campionamento dei Dati. 
La persona designata, con l’approvazione rispettivamente dell’Engagement Memorandum e del 
Work Program autorizza l’uso dell’approccio di campionamento dei dati e approva le tecniche 
di campionamento dei dati. 
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Inoltre, la persona disegnata deve sincerarsi che il Team di Audit abbia sufficienti abilità per 
eseguire il campionamento statistico o che sia stato ottenuto consiglio e supporto competente 
da uno specialista qualificato. 
 
2.6.1 APPROCCI DI CAMPIONAMENTO, TECNICHE E METODI DI 
SELEZIONE 
 
Gli Approcci al Campionamento Statistico forniscono la struttura per calcolare l’ampiezza del  
campione e il rischio di campionamento, consentendo la proiezione dei risultati alla 
popolazione. 
Gli approcci di campionamento sono scelti sulla base degli obiettivi del test, che possono essere 
in genere raggruppati in test dei controlli e test della correttezza dell’ammontare monetario. 
Tra gli approcci al campionamento statistico, le tecniche di campionamento per accettazione 
hanno l’obiettivo di identificare se il tasso di un particolare tipo di errore eccede uno specificato 
livello di accettazione, mentre il campionamento di stima è progettato per stimare il tasso di 
inosservanza all’interno di alcuni range di errore di campionamento specificati dal Team di 
Audit. 
Le Tecniche di Campionamento Statistico rappresentano il modo in cui è definita l’ampiezza 
del campione. 
I Metodi di Selezione presentano le diverse modalità in cui possono essere selezionati gli  
elementi del campione. 
I principali approcci al campionamento dei dati, tecniche e metodi di selezioni sono: 
 
 
Approcci di Campionamento 
 Campionamento per attributi (statistico) 
 Campionamento per variabili (statistico) – Fuori scope Out of scope 
 Selezione Judgement (giudizio professionale) (non statistico) 
 
 
Tecniche di Campionamento Statistico 
 Campionamento per accettazione, che include i seguenti: 
- Campionamento Stop or go 
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- Campionamento Discovery 
- Campionamento One step 
 
Campionamento di Stima 
 
I Metodi di selezione possono essere la selezione casuale, la selezione sistematica e la 
stratificazione. 
Al fine di implementare ciascuna delle seguenti tecniche, può essere utilizzato uno specifico 
software (EZ-Quant) per aumentare l’efficienza e l’Efficacia dell’Audit. 
Una proposta per aiutare gli Auditor nella scelta di quale sia la tecnica pertinente da applicare, 
coerentemente con i diversi obiettivi e le caratteristiche della popolazione è riportata sotto.  
Questo flusso non è una rigida check-list e può essere utilizzata come linea guida * 
 
2.7 RILIEVI DI AUDIT 
 
sStai eseguendo una procedura di audit sul 100% della popolazione?
sAPPLICARE ALTRE PROCEDURE DI AUDIT (ES. DATA ANALYTICS)
sLa popolazione è composta da pochi elementi? (ES: meno di 50 unità)
sStai cercando una deviazione altamente critica sLa popolazione ha raggiunto uno stadio stazionario
Si possono identificare facilmente le 
deviazioni all'interno della 
popolazione?
sE' atteso un tasso di 





STOP OR  GO
CAMPIONAMENTO DI 
STIMA
























La popolazione ha una alta variabilità (es. in termini di rischio, processo o collocazione)?
La popolazione è caratterizzata da ciclicità/periodicità? SELEZIONE
STRATIFICATA
SELEZIONE SISTEMATICA SELEZIONE CASUALE
Sulla base del proprio giudizio professionale, il Team Leader è responsabile di decidere approccio di campionamento dei 
















Un rilievo di audit evidenzia una carenza di controllo10 che si verifica quando lo stesso 
controllo, in termini di disegno e di funzionamento, non mitiga adeguatamente il relativo 
rischio. 
Per carenza di controllo si intende una qualsiasi infrazione relativa ad un qualsiasi elemento 
che concorre al Sistema dei Controlli Interni della Società e che la espone ad un rischio. Tali 
elementi sono: regole, procedure, strutture organizzative, Risk Management, Governance, 
processi di business e controlli. 
In particolare, una carenza di controllo può essere identificata (secondo la fase del processo 
“identificazione di un rilievo”) in termini di: 
 
A) Carenza nella struttura del Sistema dei Controlli Interni della Società, volto a 
garantire il rispetto del Risk Appetite della Società 
                                                   O 
B) Carenza nei controlli di linea e specialistici dei processi oggetto di audit / 
elementi dell’Audit Universe, con particolare riguardo ai Controlli Chiave11. 
 
Relativamente al punto A) gli auditor valutano se la struttura del Sistema dei Controlli Interni 
esiste e riflette il comportamento del Management, la sua consapevolezza e le sue attività volte 
definire ed implementare processi nella Società che siano presidiati in modo efficace (ad es. al 
fine di gestire quelle problematiche che richiedono un’attenzione diretta, l’esistenza di un 
Comitato di Alta Direzione denota ed assicura un’importante funzione di supervisione). 
La struttura del Sistema dei Controlli Interni è formalizzata in un insieme di regole, procedure 
e processi di governance (ad es. l’assenza di un documento esaustivo e formalizzato sulle  
strategie del rischio di credito, che fornisca chiare indicazioni in termini di volumi di crescita 
per area geografica, settore, tipo di prodotto, politiche di tasso di interesse ecc. e che specifichi 
i limiti di rischio di concentrazione, di finanziamenti in valuta estera può avere un effetto 
pervasivo sull’efficacia dei controlli). 
La struttura del Sistema dei Controlli Interni è supportata dall’insieme di regole, procedure e  
strutture organizzative adeguate, incluse le aree chiave di autorità e di responsabilità e le 
                                                          
10 Secondo gli Standards Internazionali per la pratica professionale dell’Internal Audit, il controllo è qualsiasi 
azione intrapresa dal management o da altri soggetti per gestire i rischi ed aumentare la possibilità di 
conseguimento degli obiettivi e dei traguardi prestabiliti. 
11 Un controllo chiave è un controllo o un insieme di controlli che fornisce una ragionevole assicurazione che i 
principali obiettivi del processo possono essere raggiunti. Inoltre un controllo chiave si caratterizza per il fatto 
che, se mancante o inefficace, non permette una tempestiva mitigazione del rischio ad un livello accettabile.  
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appropriate linee di riporto (l'adeguatezza della struttura organizzativa di una società dipende, 
in parte, dalla sua dimensione e dalla natura delle sue attività). 
 
Relativamente al punto B) gli auditor valutano se i controlli di linea o gerarchici e i controlli 
specialistici 12(processi di controllo e l’attività di controllo) sono disegnati e funzionano in 
modo adeguato, tale da mitigare adeguatamente i relativi rischi. 
 
L’identificazione del rilievo scaturisce dall’individuazione dei seguenti attributi:  
 
 Criterio di riferimento 
 






Quindi, l’identificazione di un rilievo è il risultato di un processo di comparazione tra i criteri 
di riferimento (situazione attesa) e la condizione riscontrata (situazione in essere). L’eventuale  
divergenza dai criteri di riferimento è spiegata da una specifica causa. 
                                                          
12 I controlli di primo livello assicurano che l’operatività venga svolta adeguatamente. Tali controlli vengano 
eseguiti dalle strutture di business, dal back office o sono all’interno degli applicativi IT; i controlli specialistici, 
ad es. risk management, compliance sono finalizzati a definire metodologie per individuare e misurare i rischi, 
verificando che i limiti assegnati alle differenti funzioni operative siano rispettati e controllando che le attività 




Partendo da un obiettivo di controllo, il criterio di riferimento rappresenta cosa si rende 
necessario in termini di efficacia dei controlli, al fine di raggiungere l’obiettivo di controllo  
prefissato e garantire un adeguato presidio dei rischi (situazione attesa). Ad esempio, al fine di  
impedire ordini di acquisto non autorizzati (obiettivo del controllo), la richiesta e 
l’approvazione degli ordini di acquisto deve essere gestita da due distinti impiegati (criterio). Il 
criterio di riferimento è il corretto disegno ed il corretto funzionamento dei controlli; il criterio 
di riferimento può fare riferimento a una policy, procedura o normativa interna/esterna 
specifica. Se una policy o delle procedure non sono state disegnate, il criterio di riferimento 
può fare riferimento alle best practices in uso. 
 
La condizione riscontrata rappresenta l’evidenza riscontrata dall’auditor durante l’intervento 
(situazione in essere); l’evidenza, se confrontata con il criterio di riferimento, rileva una carenza 
in termini di controllo da cui deriva una tolleranza del rischio più o meno accettabile. Nel 
rappresentare la condizione riscontrata è importante includere un livello di dettaglio necessario 
a descrivere le evidenze riscontrate. 
Nel documentare la causa, l’auditor dovrebbe identificare le motivazioni sottostanti. La causa 





RILIEVO= CARENZA DI CONTROLLO
GAP TRA CRITERIO E EVIDENZA
CAUSA CHE HA ORIGINATO UNA 
CARENZA DI CONTROLLO:
Il perchè della carenza di controllo
RACCOMANDAZIONE:
La raccomandazione deve mirare a 
rimuovere la causa
EFFETTO IN TERMINI DI 
RISCHIO- "E quindi?": in quale 
misura (qualitativa/quantitativa) 
la carenza di controllo supura il 
Risk Appetite del Management
CRITERIO: Cosa è necessario in 
termini di efficacia dei controlli, 
considerando il Risk Appetite del 
Management
EVIDENZA RISCONTRATA: 
rappresenta l'evidenza riscontrata 





Di seguito alcuni esempi di cause: 
 
 Strategia: fa riferimento allo sviluppo, approvazione ed implementazione delle strategie 
di business che assicurano il raggiungimento degli obiettivi di processo, oppure fa 
riferimento ai processi decisionali o di governance; 
 
 Risorse umane: fa riferimento alla qualità, quantità, gestione e motivazione del 
personale; 
 
 Organizzazione: fa riferimento a procedure, policies, regolamenti interni, segregations 
of duties, ruoli e responsabilità, work-flow dei processi; 
 
 IT: fa riferimento alla struttura informatica, al sistema informativo, ai database e alla 
gestione IT in generale. 
 
 Effetto: gli impatti del rilievo (carenza di controllo) in termini di rischio a cui la Società 
è esposta in quanto la condizione riscontrata non è coerente con il criterio di riferimento. 
 
In fase di identificazione del rilievo, gli auditor identificano chiaramente la carenza di controllo 
evidenziando i suoi effetti in termini di impatto del rischio. 
Gli attributi (criterio di riferimento, evidenza riscontrata, causa ed effetto) sono adeguatamente 
esplicitati nella descrizione del rilievo e documentati nelle carte di lavoro in modo da supportare 
il Management fornendo una facile comprensione del rilievo e del suo impatto in termini di 
rischio. 
 
2.8 LA VALUTAZIONE DI UN RILIEVO 
 
La valutazione di un rilievo si articola in due fasi: 
 
1. La valutazione della gravità della carenza di controllo 
 
2. La valutazione dell’impatto, in termini di rischio, della carenza del controllo a 
livello di Società sulla base di criteri quantitativi e qualitativi quali l’impatto 
economico, l’impatto strategico, l’impatto reputazionale, l’impatto in termini di 
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conformità con la regolamentazione interna ed esterna, l’impatto in termini di 
inefficienza di processo. 
 
Per ogni rilievo, l’auditor documenta adeguatamente nelle carte di lavoro le valutazioni della 
gravità della carenza di controllo e dell’impatto in termini di rischio, supportando così il suo 
giudizio professionale nell’esprimere la classificazione del rilievo. 
 
Gravità della Carenza di Controllo 
 
Gli auditor valutano la gravità della carenza di controllo considerando l’efficacia del disegno 
del controllo, l’efficacia del funzionamento del controllo. 
Una carenza nel disegno del controllo esiste quando il disegno del controllo è assente, 
indipendentemente dal fatto che il controllo esista e funzioni. Un controllo esiste ma è disegnato 
in modo inadeguato tale per cui, anche se funziona come disegnato, non raggiunge l’obiettivo 
di controllo. In questo caso il funzionamento del controllo non presidia adeguatamente il 
rischio. 
L’efficacia del disegno del controllo degli elementi della struttura del Sistema dei Controlli 
Interni o dei controlli di linea o gerarchici o specialistici è valutato considerando i seguenti 
aspetti: 
 
1. Formalizzazione: la qualità di formalizzazione del disegno del controllo si comprende 
da policies, linee guida, procedure interne, manuali operativi, con le descrizioni dei 
relativi ruoli e responsabilità. La formalizzazione del controllo all’interno di una 
disposizione ufficiale interna qualifica l’esistenza dello stesso, conferendogli connotati 
di certezza e ufficialità. 
 
2. Coerenza tra il rischio da presidiare e controllo: l’adeguatezza dei controlli al fine di 
presidiare in modo efficace ed efficiente il rischio considerando il Risk Appetite della 
Società, nell’ambito dei processi oggetto di verifica, in termini di (“attributi di 
controllo”): 
 Copertura dei controlli in termini di allineamento tra i controlli e i rischi 
identificati. L’auditor dovrà valutare se i processi di business ed i relativi 
controlli appaiono efficaci al fine di conseguire gli obiettivi stabiliti dal 
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management e se i controlli sono in grado di presidiare i rischi gestiti nel 
processo. 
 
 Pertinenza dei controlli in termini di adeguatezza dei controlli nell’identificare 
le potenziali anomalie e al contempo nell’attivare le adeguate azioni correttive. 
 
 Robustezza dei controlli: i controlli sono adeguatamente robusti in termini di 
chiarezza degli obiettivi di controllo e linearità di esecuzione del controllo. 
 
I tipi di controllo sono controllo automatico, semiautomatico o manuale. I controlli manuali 
risultano meno affidabili che quelli automatici considerati gli errori umani o omissione. La 
natura del controllo può essere a posteriori - individuando eventuali errori o irregolarità, dopo 
che si sono verificati - o preventivo - evitando che si verifichino errori ed identificando quindi 
tempestivamente il relativo rischio. Qualsiasi processo avrà una combinazione di controlli 
preventivi e a posteriori. La migliore combinazione varia da processo a processo e dall'efficacia 
del disegno stesso dei singoli controlli. 
 
 Dove i controlli preventivi sono ben disegnati e funzionano come previsto, la necessità di 
controlli a posteriori è tanto minore quanto meno errori sono identificati.  
Dove i controlli preventivi sono insufficienti, non c'è solo una maggiore necessità di controlli a 
posteriori ma anche che gli stessi controlli a posteriori siano più efficaci in modo che vi siano 
maggiori probabilità di intercettare errori o irregolarità. 
 
La frequenza del controllo: per esempio giornaliero, settimanale, mensile, annuale. I controlli 
effettuati regolarmente e coerentemente sono generalmente più precisi di quelli effettuati 
sporadicamente. 
Per valutare l’adeguatezza del disegno del controllo occorre anche considerare la separazione 
dei compiti, verificando se coloro che sono coinvolti nella procedura di controllo stiano 
svolgendo compiti incompatibili con il loro ruolo. 
 
Le azioni di Follow up, poste in essere dalla Società, per valutare l’efficacia di un controllo, 




 Occorre analizzare se è stata prodotta un’appropriata documentazione che fornisca un’evidenza 
del controllo. 
 
Quanto più i controlli sono significativi (es. controlli chiave) tanto più gli “attributi” del 
controllo sono analizzati nel valutare l’efficacia del disegno del controllo. 
La valutazione del disegno del controllo guida gli auditor a classificare lo stesso disegno del 




 Efficacia del funzionamento del controllo 
 
 
Una carenza nel funzionamento del controllo esiste quando il controllo non funziona, 
indipendentemente dal fatto che esso sia stato disegnato, oppure quando il controllo non 
funziona come disegnato in modo adeguato, oppure quando il controllo, che non è disegnato 
ma che esiste, non funziona in modo efficace. 
L’auditor valuta l’efficacia del funzionamento dei controlli, focalizzandosi principalmente sui 
controlli chiave con riguardo a: 








Il controllo è stato adeguatamente disegnato, in modo di 
conseguire gli obiettivi di controllo considerando la struttura del 
Sistema di Controlli Interni e/o gli attributi del controllo.
Il disegno di controllo è coerente in termini di struttura del 
Sistema di Controlli Interni e/o in termini di controlli di linea o 
gerarchici e specialistici, sebbene sia migliorabile, è in grado di 
raggiungere gli obiettivi di controllo.
Il disegno di controllo non è ritenuto affidabile per il 
conseguimento degli obiettivi di controllo, in quanto presenta 
alcune carenze in termini di struttura del Sistema dei Controlli 
Interni e/o in termini di attributi del controllo.
Il disegno di controllo non esiste o il disegno si controllo non è 




o L’effettiva implementazione del controllo e il suo funzionamento rispetto a come è stato 
disegnato ed a come presidia il rischio; 
 
o Il funzionamento del controllo, anche se ne manca il disegno, tenendo in considerazione 
le best practices e valutando se i corrispondenti rischi sono presidiati. 
 
Nel valutare l’efficacia dei controlli l’auditor dovrebbe ottenere sufficienti evidenze per 
concludere che il controllo funziona correttamente e raggiunge gli obiettivi sottostanti e nessuna 
eccezione o solamente eccezioni minori sono state riscontrate. Per valutare quando 
un’eccezione è considerata “minore” l’auditor utilizza il proprio giudizio professionale in 
relazione all’importanza e natura dell’obiettivo del controllo. Valutando l’efficacia del 
funzionamento del controllo e osservandone le eccezioni, l’auditor classifica il funzionamento 
del controllo secondo la seguente scala di giudizio: 
 
 
La gravità della carenza di controllo è determinata considerando il seguente grafico, “Control 
Map” dove è rappresentata la carenza di controllo in termini di inefficacia del disegno ed 











Il controllo è implementato ed il suo funzionamento è coerente con il suo 
disegno. Conseguentemente:
-esiste la consapevolezza degli obiettivi dell'attività svolta;
- i test dei controlli sono formalizzati in maniera opportuna;
- i rischi sono mitigati dal funzionamento del controllo.
Il controllo è parzialmente implementato e/o il suo funzionamento non è 
coerente con il suo disegno. Conseguentemente:
-vi è una consapevolezza insufficiente degli obiettivi dell'attività svolta;
- non c'è un'adeguata formalizzazione dell'evidenza del controllo;
- i rischi potrebbero essere solo parzialmente mitigati.
Il controllo è implementato ed il suo funzionamento è coerente con il suo 
disegno, ma:
- non c'è l'opportuna consapevolezza degli obiettivi dell'attività svolta;
- ci sono miglioramenti residuali o mancanze nell'evidenza del controllo;
- i rischi sono comunque mitigati in modo adeguato.
Il controllo non è implementato o il suo funzionamento è significativamente 
diverso dal suo disegno. Conseguentemente:
- vi è una mancanza di consapevolezza degli obiettivi dell'attività svolta;
- nessuna evidenza del controllo è disponibile. Si osservano gravi eccezioni;





Come mostrato dal grafico, quando gli auditor valutano la gravità di una carenza di controllo, 
la valutazione è guidata principalmente dalla sostanza (es. l’efficacia del funzionamento del 
controllo). 
Nella determinazione della gravità della carenza del controllo gli auditor dovrebbero anche 
valutare e testare gli eventuali effetti di mitigazione dei controlli compensativi. Un controllo 
compensativo è un controllo che ha lo stesso obiettivo di controllo del "controllo" che l’auditor 
identifica e valuta come “generalmente” o “parzialmente efficace”. Questo controllo 
compensativo limita la gravità della carenza di controllo e fa sì che questa stessa non sia valutata 
come "controllo inefficace". I controlli compensativi, anche attenuando la gravità delle carenze 
di controllo identificate, non le eliminano. Di seguito un esempio di controllo compensativo: 
 
Le seguenti responsabilità dovrebbero essere ricoperte da diversi individui: 
o Autorizzazione 
o Custodia dei beni 
o Contabilizzazione delle transazioni 
 
La separazione delle funzioni di cui sopra riduce le possibilità che un individuo possa omettere 



































































o Appropriazione indebita dei beni 
o Errori nei bilanci 
o Documentazione finanziaria non accurata 
o Utilizzo improprio dei fondi 
o Modifica o manipolazione dei dati o documenti 
 
Un individuo non dovrebbe eseguire un processo dall'inizio alla fine. Ad esempio: una persona 
non dovrebbe essere nelle condizioni di accettare pagamenti in contante, registrare l'incasso, 
effettuare il deposito e riconciliare il conto. 
Se alcune attività non sono separabili a causa delle dimensioni contenute della struttura di 
riferimento, i seguenti controlli compensativi dovrebbero essere implementati per gestire la non 
idonea separazione delle attività: 
 
1. La Review dei reports che elencano il dettaglio delle transazioni svolte dal 
Dipartimento: i responsabili che gestiscono delle persone che possono svolgere tutte le 
principali attività dovrebbero almeno rivedere i report di dettaglio su base mensile al 
fine di individuare, investigare e correggere eventuali errori. Una Review adeguata deve 
prendere in considerazione la data dell'operazione, il fornitore, la descrizione, l'importo. 
Evidentemente tale controllo non può essere delegato all'individuo che svolge l'attività, 
altrimenti il controllo perderebbe di efficacia. 
 
2. Condurre procedure analitiche quali ad esempio indagare le discrepanze – Un controllo 
meno efficace consiste nella preparazione alla revisione di bilancio e analisi dei budget 
delle spese. Sebbene tale controllo non può sostituire una Review di dettaglio, può 
tuttavia rappresentare un modo per identificare le aree problematiche.  
 
Inoltre, gli auditor dovrebbero anche cercare di identificare quei controlli non necessari, 
eccessivi o complessi che mitigano in modo inefficace il rischio, tenendo in considerazione 
anche i requisiti legali o regolamentari. In questi casi, il costo del controllo potrebbe essere più 








2.8.1 IMPATTO DEL RISCHIO DI UNA CARENZA DI CONTROLLO 
 
Dopo la valutazione della gravità della carenza di controllo, gli auditor devono determinare e 
valutare l’impatto del rischio che tale carenza di controllo ha a livello di Società.  
L’impatto del rischio, di conseguenza, dovrebbe evidenziare cosa potrebbe accadere (in termini 
di rischio) a causa del rilievo. Esso descrive il rischio che il Management è stato o sarà incapace 
di mitigare, a causa della carenza di controllo. Ciascun rilievo può avere più di un impatto del 
rischio. 
L’impatto del rischio di una carenza di controllo è valutato su una scala di 3 livelli (Basso, 
Medio, Alto) con riferimento alla Società e considerando la sua intensità e verosimiglianza. 
L’impatto del rischio di una carenza di controllo a livello di Società viene identificato usando 
alcuni “Criteri di valutazione”, sia quantitativi che qualitativi. Questi si intendono come delle 
linee guida per l’auditor che lo aiutino nella valutazione dell’impatto del rischio.  
 
g
GRAVITA' DELLA CARENZA 
DEL CONTROLLO
IL CONTROLLO E' INEFFICACE O NON ESISTE; GLI OBIETTIVI DI 
CONTROLLO NON SONO RAGGIUNTI
IL CONTROLLO E' GENERALMENTE EFFICACE; GLI OBIETTIVI DI 
CONTROLLO SONO RAGGIUNTI
IL CONTROLLO E' SOLO PARZIALMENTE EFFICACE; GLI OBIETTIVI DI 





IMPATTO IN TERMINI DI CONFORMITA' CON LEGGI/ REGOLAMENTI ESTERNI
IMPATTO IN TERMINI DI CONFORMITA' CON LEGGI/ REGOLAMENTI INTERNI
IMPATTO SUL SISTEMA DI REPORTING INFORMATIVO MANAGERIALE

















Alcuni principi importanti dovrebbero essere tenuti in considerazione quando si valuta 
l’impatto del rischio: 
 
 Ogni rilievo può avere più di un impatto in termini di rischio. Comunque, l’auditor 
dovrebbe considerare il più alto impatto in termini rischio per la classificazione del 
rilievo; 
 
 La valutazione dovrebbe considerare se c’è più di un impatto di rischio con ugual 
livello d’impatto. In alcuni casi vi può essere un impatto cumulativo che porta ad una 
peggiore classificazione del rilievo; 
 
 Al fine di analizzare sia i criteri qualitativi che quelli quantitativi collegati ad un rilievo, 
in alcuni casi può essere utile discutere degli impatti del rischio con altre funzioni 
della Società (ad es. il Risk Management o la Compliance) e raccogliere dati, eseguire 
analisi specifiche nonché scambiare informazioni; 
 
 I criteri qualitativi e quantitativi non si intendono essere esaustivi. Il Responsabile 
della funzione di Internal Audit ha la possibilità di introdurre qualsiasi ulteriore impatto 
specifico. È necessaria un’opportuna spiegazione tra le carte di lavoro; 
 
 La valutazione degli impatti del rischio relativi alle carenze di controllo rilevate in 
un Service Provider interno al Gruppo dovrebbe essere effettuata considerando anche 
gli impatti sul Service Recipient – quando applicabili.  
 
2.8.2 I CRITERI DI VALUTAZIONE 
 
Impatto Economico / Finanziario 
 
È l’unico criterio quantitativo. La carenza del controllo può determinare una perdita potenziale 
o effettiva in termini di riduzione dei guadagni, costi addizionali, sovra/sotto stima delle attività. 
L’impatto economico si intende anche come un’infrazione dei rapporti di adeguamento del 
capitale o delle riserve obbligatorie che possa richiedere alla Società un incremento del capitale 
proprio o una variazione nell’allocazione del capitale. 
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Ogni volta che un auditor è in grado di determinare e quantificare un impatto 
finanziario/economico, la valutazione di tale impatto è effettuata considerando la materialità e 
la significatività della quantificazione per la Società, se possibile. 
Anche se non viene definita una soglia di materialità, questo concetto dovrebbe essere 
comunque aggiunto ed usato insieme ad altri criteri di valutazione, se utili ad aiutare l’auditor 






Anche se può essere difficile per gli auditor calcolare l’impatto quantitativo di una carenza di 
controllo, è fortemente raccomandato cercare di quantificare l’impatto per dare al Management 
un’idea della sua gravità. 
Gli auditor possono evidenziare l’impatto del rischio usando una percentuale dell’ammontare 
totale (ad es. una % dei contratti per le carte di credito), o l’impatto relativo ad uno specifica 
grandezza economica finanziaria (ad es. % degli Utili ante imposte; % del Margine di interesse, 




La carenza di controllo porta il Management a prendere decisioni improprie all’interno del 
processo oggetto di audit, il che può portare ad un disallineamento con gli obiettivi strategici o 





IL' impatto finanziario è 
trascurabile e non ha il 
potenziale per un alto 
impatto sulla Società.
IL' impatto finanziario è significativo ma 
non ha il potenziale per un alto impatto 
sulla Società. Consiste in una qualsiasi 
perdita POTENZIALE o EFFETTIVA che 
abbia un imapatto medio in termini di:
- utile ante imposte/patrimonio netto
- riduzione dei profitti
- aumento dei costi
- sovra/sotto stima di attività
- patrimonio di vigilanza o coefficienti di 
adeguatezza patrimoniale
IL' impatto finanziario è sostanziale, o ha il 
potenziale per essere sostanziale, con un alto 
impatto sulla Società. Consiste in una qualsiasi 
perdita POTENZIALE o EFFETTIVA che abbia un 
impatto alto in termini di:
- utile ante imposte/patrimonio netto
- riduzione dei profitti
- aumento dei costi
- sovra/sotto stima di attività




I principali fattori che un auditor dovrebbe considerare per identificare l’impatto strategico sono 
i seguenti: implementazione ed adeguatezza alla strategia di business della Società, sviluppo di 






La carenza del controllo determina un effetto negativo sul valore presente o futuro della Società 
(in particolare impatto negativo sui profitti, la liquidità e sul capitale della Società), a causa di 
una percezione negativa da parte dei clienti, controparti, azionisti, investitori, obbligazionisti, 
analisti di mercato, altri soggetti rilevanti (società civile, media, cc.) o delle Autorità di 
Vigilanza. 
Questa percezione negativa può influenzare i negativamente la capacità del Gruppo di 






Impatto residuale sulla 
strategia della Società, che 
continua ad essere 
assicurata.
Impatto medio sulla 
strategia della Società, che 
continua ad essere 
assicurata.
Impatto alto sulla strategia 





Effetto negativo presente o 
futuro della Società dovuto:
- a una percezione negativa
dell’immagine solo presso
categorie di stakeholder non
rappresentative;
- a una percezione negativa
dell’immagine che si
ripercuote nel breve periodo
sulla Società (i.e. il danno
reputazionale è gestito
efficacemente);
- a una percezione 
sfavorevole
dell’immagine, con
copertura limitata da parte
dei media.
Effetto negativo sul valore presente o 
futuro della Società dovuto a:
- una percezione negativa
dell’immagine presso le principali 
categorie di stakeholder;
-una percezione negativa
dell’immagine che si ripercuote nel 
medio periodo sulla Società;
- una percezione sfavorevole 
dell’immagine
con ampia copertura da parte dei 
media.
Effetto negativo sul valore presente o 
futuro della Società dovuto a:
-una percezione negativa dell’immagine 
presso tutte le categorie di stakeholder;
-una percezione negativa dell’immagine 
che si ripercuote nel lungo periodo sulla 
Società;
-una percezione sfavorevole 
dell’immagine con ampia copertura da






In generale, l’impatto reputazionale può essere considerato come un effetto secondario (definito 
tecnicamente come “effetto knock-on") di altri impatti di rischio, quali l’impatto economico e 
l’impatto di conformità alle norme esterne. L’identificazione dell’impatto reputazionale è 
quindi guidata dall’analisi dell’impatto “primario” al fine di identificare gli elementi “sensibili” 
in termini di reputazione della Società. Ad esempio una carenza di controllo sulle procedure di 
rete della banca, che determini un “impatto in termini di inefficienza del processo” potrebbe 
avere anche un impatto reputazionale, poiché gli errori di processo impattano sui clienti. In tal 
caso, l’impatto dell’inefficienza del processo può essere valutato come “basso”, ma l’impatto 
reputazionale è valutato come “medio” a causa della rilevanza dei clienti per la Società. 
 
La percezione degli stakeholder della reputazione del Gruppo può essere considerata tenendo 
conto dei seguenti aspetti, come “driver reputazionali”: 
 
1. Performance (remunerativo, buoni risultati finanziari, forti prospettive di crescita); 
 
2. Prodotto / Servizio (prodotto / servizio qualitativamente elevato, “Value for Money”, 
che offre sostegno tangibile su P&S, soddisfa i bisogni della clientela); 
 
3. Innovazione (innovativo, precursore, si adatta rapidamente ai cambiamenti); 
 
4. Luogo di lavoro (riconoscimenti adeguati al personale, benessere del personale; offerta 
di pari opportunità); 
 
5. Governance (aperta e trasparente, comportamento etico, corretta nella conduzione del 
business); 
 
6. Responsabilità sociale (responsabile verso l’ambiente; sostiene giuste cause; influenza  
positivamente il contesto sociale); 
 





Quando si valuta l’impatto reputazionale (es. i driver della pervasività della percezione negativa 
dell’immagine della Società), la durata dell’impatto sugli stakeholder e la copertura dei media 
devono essere tenuti in conto. Ad esempio, quando la credibilità della Società è intaccata nel 
lungo periodo, vi può essere un alto impatto reputazionale, oppure quando la copertura dei 
media è limitata alla stampa locale vi può essere un impatto basso. 
 
Impatto in termini di conformità con leggi o Regolamenti Esterni 
 
La carenza di controllo implica violazioni o non conformità con: 
 
a. Leggi civili e penali (ad es. regolamenti in materia di lavoro, regolamenti in 
materia di tasse, regolamenti relativi alla protezione dei dati personali); 
 
b. Regolamenti (ad es. regolamenti emessi dalla Banca d’Italia, Consob, ISVAP, 




c. Le best practices suggerite dalle associazioni di settore (ad es. ABI, Voedd, 
BankenVerband, European Banking Federation) o altre auto-regolamentazioni 
(ad es. statuto societario, codice di condotta, ecc.) che possano esporre la Società 
a multe, sanzioni monetarie amministrative, sanzioni legali e regolamentari, 
risarcimento danni, annullamento dei contratti e revoca delle licenze bancarie.  
 
 
Tutti questi elementi rappresentano la conseguenza della non conformità a tutte le leggi, 
regolamenti di settore, codici di condotta e best practices suggerite dalle associazioni di settore 








Impatto in termini di conformità con la Normativa Interna 
 
La carenza di controllo implica la non conoscenza o l’inosservanza dei regolamenti o degli 
standard della Società o del Gruppo. L’auditor dovrebbe considerare tutte le regole del Gruppo 
(ad es. Linee guida, Policies, Codice Etico, Carta d’Integrità, ecc.) per valutare l’impatto della 





L’impatto reputazionale e quello di conformità, sia relativo a regolamenti esterni che interni, 
sono strettamente correlati. Quando una carenza di controllo causa una violazione di norme 
imperative (regolamenti esterni) o di norme di auto-regolamentazione (regolamenti interni), la 











Non conformità con le best
practices stabilite.
La carenza di controllo può




con leggi locali o con
leggi/regolamenti di settore.
La carenza di controllo può
esporre ad una sanzione
amministrativa.
Non conformità grave e/o completa 
con leggi o leggi/regolamenti di settore.
La carenza del controllo può esporre ad 
una sanzione penale che prevede
l’arresto/l’incarcerazione, la perdita 
della licenza ad operare/ la proibizione 










della Società e/o del Gruppo.
Infrazioni ai regolamenti
interni/policies della Società e/o del 
Gruppo.
Pesanti infrazioni ai regolamenti 
interni/policies della Società e/o del
Gruppo. Il rilievo evidenzia la violazione 




Al contrario, la violazione di una policy interna non espone sempre la Società ad un impatto di 
conformità con regolamenti esterni, perché i regolamenti interni non riflettono sempre leggi 
esterne. 
 
Inoltre, durante la valutazione dell’impatto della conformità ai regolamenti esterni ed interni, 
anche le conseguenze legali della carenza di controllo sono tenute in considerazione.  
Nel caso in cui le relazioni di business non siano documentate nel dettaglio o che i contratti non 
abbiano un’appropriata formalizzazione scritta, dei rischi di tipo legale (anche se non vi è stata 
una violazione di norme imperative) possono sorgere in termini di diritti o reclami da parte dei 
clienti. Questo aspetto può essere valutato attraverso l’analisi della rilevanza dei reclami: come 
il numero dei reclami che si risolvono in un rimborso (perdite finanziarie o accantonamenti per 
le Società). 
 
Impatto del Sistema di Reporting Informativo Manageriale 
 
Il sistema di Reporting informativo Manageriale dovrebbe fornire al Top Management della 
Società informazioni e dati che lo supporti nelle scelte decisionali e strategiche. 
La carenza di controllo non assicura un corretto reporting manageriale al Top Management e 
non garantisce un adeguato livello informativo ai fini del monitoraggio e della governance. I 
principali driver che dovrebbero essere considerati sono la correttezza, l’accuratezza, la 
tempestività e la completezza dei dati e delle informazioni fornite al Top Management. 
Riguardo al reporting manageriale, l’auditor dovrebbe anche considerare il livello gerarchico 








Il reporting al Top
Management e/o il sistema
informativo manageriale
finalizzato al monitoraggio
ed alla governance necessita 
di alcuni miglioramenti.
Il reporting al Top
Management è incompleto 





Il reporting al Top
Management è fuorviante e/o 
manca il sistema informativo





L’impatto del sistema di reporting informativo manageriale e l’impatto strategico sono spesso 
connessi. Infatti il Top Management non può prendere le necessarie decisioni strategiche senza 
essere in possesso delle adeguate informazioni. 
 
 
Impatto dell’inefficienza di Processo 
 
La carenza di controllo può portare all’inefficacia del processo o all’inadeguatezza del suo 




A questo punto gli auditor hanno valutato l’impatto del rischio della carenza di controllo, come 









Nel complesso il processo 
assicura il raggiungimento 
degli obiettivi di business,
fatte salve delle inefficienze 
residuali.





nonostante il processo in sé
non sia messo a repentaglio.





mettendo a repentaglio il
processo stesso e/o generando 
notevoli inefficienze.




IMPATTO SUL REPORTING MANAGERIALE
IMPATTO DI NON CONFORMITA' CON NORMATIVA INTERNA







IMPATTO SULL'EFFICIENZA DI PROCESSO
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2.8.3 CLASSIFICAZIONE DI UN RILIEVO 
 
La combinazione tra la gravità della carenza di controllo e l’impatto in termini di rischio di 
una carenza di controllo a livello di Società porta alla classificazione del rilievo in una delle 
seguenti categorie, come rappresentato nella “Finding Matrix”: 
 
 CRITICO: un rilievo è classificato come “critico” se la carenza di controllo identificata 
espone la Società ad un effetto del rischio di alta gravità. 
 IMPORTANTE: un rilievo è classificato come “importante” se la carenza di controllo 
identificata espone la Società ad un effetto del rischio di media gravità. Ha comunque 
un’importanza particolare per l’efficacia e l’efficienza dei processi e dei relativi 
controlli. 
 MODERATO: un rilievo è classificato come “moderato” se la carenza di controllo 
identificata espone la Società ad un effetto del rischio a bassa gravità. 
La sua risoluzione migliorerebbe l’efficacia e l’efficienza dei processi e dei controlli o 
assicurerebbe l’allineamento dell’attività alle best practices in essere. 
 







Il controllo e' inefficace o non esiste: gli  obiettivi di controllo non sono raggiunti
Il  controllo è parzialmente efficace: gli  obiettivi  di controllo sono parzialmente 
raggiunti
Il  controllo è generalmente efficace: gli  obiettivi di controllo sono generalmente 
efficaci.




IMPATTO SUL REPORTING MANAGERIALE
IMPATTO DI NON CONFORMITA' CON NORMATIVA INTERNA
















Una carenza di controllo con una gravità classificata come “GENERALMENTE EFFICACE” 
(gli obiettivi del controllo sono perlopiù raggiunti) e con un BASSO impatto in termini di 
rischio a livello di Società si riferisce a possibili miglioramenti in termini di best practice senza 
che particolari rischi siano stati identificati. Queste “opportunità di miglioramento” sono 
comunicate verbalmente al Management e riportate nelle carte di lavoro piuttosto che nel Audit  
Report. 
 
Fatti salvi i risultati provenienti dall’applicazione dell’approccio descritto, il Responsabile della 
funzione di Internal Audit (o un suo delegato) può non tener conto della classificazione guidata 
del rilievo ed attribuire una classificazione migliorativa o peggiorativa. Un’opportuna 
spiegazione e documentazione di tale cambiamento della classificazione di un rilievo è 
obbligatoria nelle carte di lavoro. 
 
 
2.9 FORMALIZZAZIONE DEI RISULTATI DI AUDIT 
 
Una volta che il Team di Audit ha completato la fase di Fieldwork e ha identificato e condiviso 
con l’auditato i principali rilievi, redige quindi la bozza dell’Audit Report. Il Team di Audit 
finalizza la bozza dell’Audit Report e la discute nei contenuti durante l’Exit Meeting. 
L’intervento di audit è così formalizzato: 
 
 Un Audit Report (AR), indirizzato principalmente ai primi livelli di Responsabili 
gerarchici dei soggetti auditati; 
 
 Un Executive Report (ER), che è costituito da un estratto dell’Audit Report ed è  
principalmente indirizzato al Top Management della Legal Entity. 
 
L’Audit Report è il principale strumento per comunicare i risultati di audit, i rilievi e le 
raccomandazioni al Management di tutti i livelli, con potere di azione nei confronti di essi, oltre 
che alle altre parti interessate (CEO, Organi di Governo, Organi di Vigilanza). La redazione di 
una bozza ben scritta, chiara e concisa dell’Audit Report, e un confronto costante e trasparente 
circa i suoi contenuti con il Management durante l’Exit Meeting, supporta e agevola il processo 
di condivisione dei risultati di audit. È anche importante garantire che sia redatto un Audit 
Report ben strutturato, offrendo al Management la giusta quantità di informazioni (es. perimetro 
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di analisi e obiettivi dell’audit, i principali rilievi identificati e relativi rischi non mitigati, 
conclusioni).  
Le conclusioni, i rilievi e le raccomandazioni sono presentati in considerazione delle loro 
implicazioni sulla valutazione complessiva.  
Se un rilievo identificato durante il fieldwork viene risolto prima dell’Exit meeting, questo non 
è riportato nella Lista dei Rilievi; una adeguata informazione è tuttavia fornita in modo 
appropriato a seconda della sua importanza nell’Audit Report. 
Se invece un rilievo è risolto successivamente all’Exit meeting, ma prima dell’emissione 
dell’Audit Report finale, il rilievo è riportato nella Lista dei Rilievi, e indicato con lo stato 
“closed” (chiuso). 
In ogni caso la valutazione complessiva dell’Audit Report dovrebbe essere effettuata sulla base 
dei rilievi identificati (ovvero riflettere la valutazione dell’ICS così come evidenziato 
dall’Internal Audit). Nell’Executive Report, un’adeguata enfasi è fornita circa 
l’implementazione del Management Plan, in base a quanto ritenuto opportuno. Il Responsabile 



























Il progetto “AUDIT ACADEMY” nasce dall’idea di cercare di migliorare ed incrementare le 
competenze degli Auditors all’interno di Unicredit.  
 
Nel 2013 l’idea viene proposta dal responsabile in quel momento del dipartimento di Audit 
Methodologies&Processes, Giovanni Avanzi, attuale CAE per la BANK PEKAO (banca 
appartenente al gruppo UNICREDIT), ispirandosi alla già esistente RISK ACADEMY. 
Giovanni Avanzi propone al responsabile di Internal Audit, Ranieri de Marchis, di creare un 
percorso formativo per tutti gli Auditors, facenti parte del gruppo Unicredit.  
 
L’idea viene considerata subito interessante in quanto l’intento è quello sì di accrescere le 
competenze, ma anche di omologarle per tutte le realtà del Gruppo Unicredit esistenti nei 
diversi Paesi Europei e Extra-Europei.  
 
L’interessamento è subito evidente in quanto la RISK ACADEMY, in fase di piena operatività, 
stava portando discreti successi. 
  
L’AUDIT ACADEMY deve essere un progetto con una marcia in più rispetto alla RISK 
ACADEMY, non più solo dei corsi online sulla piattaforma MyLearning del gruppo, ma si 
vuole creare anche corsi in aula, con maggiore interazione tra i partecipanti.  
Come succede in tutte le aziende, lo sviluppo dell’idea ha bisogno di tempo, non è immediato, 
all’interno del dipartimento di Audit Methodologies&Processes ci sono molti cambiamenti, 
avanzamenti di carriera. Questi portano Giovanni Avanzi a diventare CAE della Bank PEKAO; 
al suo posto subentra Fabio Arnaboldi il quale decide comunque di portare avanti il progetto, 
delegando Massimo Cregut, responsabile del team di Audit Methodologies&development.  
 
Nel settembre 2013 Massimo Cregut con il suo team inizia lo sviluppo di questo progetto. Si 
pensa ad un percorso che permetta di ottenere una certificazione riconosciuta, per questo si 
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stipula un accordo con SDA BOCCONI (Università, considerata di prestigio a Milano). Si 
studia la realizzazione di un percorso suddiviso in due step: Core Curriculum e Diploma.  
 
Il Core Curriculum come base per poi ottenere una specializzazione con il Diploma. SDA 
Bocconi, con la quale si è stipulato un accordo, ha il compito di validare il materiale, prodotto 
dal dipartimento di Audit Methodologies&development e di seguire la parte di verifica finale 
per il conseguimento di un attestato che certifica le competenze degli Auditors di Unicredit.  
 
Nei capitoli precedenti ho cercato di analizzare in modo esauriente quelli che sono i compiti 
principali degli Auditors di Unicredit, per poi spiegare come il progetto formativo dell’Audit 
Academy ha deciso di creare corsi formativi che spaziano in vari campi riguardanti l’intervento 

























3.2 IL PERCORSO FORMATIVO DELL’AUDIT ACADEMY 
 
Audit Academy è un percorso formativo, sviluppato a livello Global, per il gruppo Unicredit e 
certificato da SDA Bocconi Università di Management a Milano. Detto percorso prevede 
l’ottenimento di una certificazione finale studiata per Unicredit e riconosciuta all’interno di 




Il percorso formativo dell’Audit Academy fornisce le competenze necessarie agli auditors per 
svolgere la loro mansione con un elevato livello di efficienze, efficacia ed autonomia per la loro 
vita professionale all’interno di un team con una discreta Seniority e per svolgere la funzione 
di Team Leader. E’ un’occasione eccezionale per prendere parte ad uno dei percorsi formativi 



































Il progetto inizia con un test di autovalutazione iniziale, chiamato “Initial Assessment”. Questo 
test riguarda la parte relativa al Core Curriculum, ovvero il primo step dell’Audit Academy. Lo 
chiamiamo test di autovalutazione, perché verifica il livello di conoscenza e di competenza 
iniziale dell’auditor che si presta ad iniziare il percorso formativo.  
 
E’ strutturato prevedendo 8 test auto valutativi, riguardanti: 
              
TRAINING  PATH
Enrollement  upon request by 
applicant supported 
by line manager
Confirmation of Enrollment 
via email to applicant + line 
manager
Access to initial assessment 
























Soft skills training (communication or 
negotiation skills)
(Self  Certification)
Completion of five engagements as team 
member
(Self  Certification)
24 months audit experience
(Self  Certification)
READY FOR FINAL 
ASSESSMENT
Enrollement to 













































Certification on Statistical 
Sampling and Statistical 
Analytics
CASE HISTORY
FOR NEWCOMERS ONLY !!!
(i.e. staff with less than 2 years audit 
experience at AA enrollment date)
AFTER COMPLETION OF TRAINING PATH
(*) WARNING: the eLearning course on Statistical Data  Analytics is available  on an external 
Web Site  administered by ADR:
https://audit.executiveboard.com/public/Default.aspx
We have to provide the link and brief instructions.
WARNING: eLearing courses (not self-assessment) can also be attended at request by  ALL 
participants for brush up (independently of initial assessment result)
Audit Manager confirmation
of pre-requisites completion




1. Principle of Corporate Governance and of Internal Auditing 
2. Ethics and Organisational Governance 
3. Audit Engagement 
4. Audit Report Writing 
5. Data Sampling 
6. Data Analytics 
7. IT Auditing for non IT Auditors 
8. Fraud and Forensic Audit 
 
Questi test vengono caricati sulla Piattaforma “MyLearning” da Lifelong Learning Center 
(LLC), area di Unicredit che si occupa di formazione. La forma e il contenuto dei Test viene 
fornito a LLC dal dipartimento di Audit Methodologies&development. Una volta verificate le 
conoscenze preliminari già in possesso degli auditors, se si ottiene un punteggio compreso tra 
l’80% e il 100%, il test viene considerato passato, altrimenti al di sotto dell’80% viene 
considerato fallito. Coloro i quali che riescono a superare i test, non devono seguire online o in 
classe i corsi previsti; possono comunque rivedere il materiale dei corsi, che rimane a loro 
disposizione per prepararsi adeguatamente alla prova finale. Chi non ha conseguito un 
punteggio sufficiente, deve obbligatoriamente seguire i corsi, online o in classe, prima di poter 
sostenere l’esame finale. 
A seguito dell’Initial Assessment, viene redatto un percorso formativo personalizzato a seconda 
dei bisogni del singolo auditor, per consentirgli di potere ottenere la certificazione finale. 
Questo percorso formativo si focalizza sull’aree nelle quali l’auditor necessita di approfondire 
e migliorare le proprie competenze. 
I corsi vengono sviluppati secondo differenti modalità, per permettere all’auditor di vivere 
un’esperienza molto interessante e stimolante. Per questo l’Accademia è organizzata con 
diverse tipologie di corsi: 
 
 On-line (e-Learning courses) 
 In classe (corsi in aula) 
 Workshops 
 Webinars 




Successivamente, appena un auditor ha completato il percorso formativo personalizzato, potrà 
sostenere l’esame finale. 
L’esame finale, meglio chiamato “Final Assessment”, ha scopo valutativo per il conseguimento 
della certificazione. Con il Final Assessment, le nuove competenze degli auditors vengono 




E’ un test, che questa volta permetterà di conseguire una certificazione. Conseguentemente 
dovrà essere sostenuto da tutti i partecipanti dell’Audit Academy, indipendentemente dai 
risultati conseguiti nell’Initial Assessment. SDA Bocconi provvede a fornire ad Unicredit i 


















The Initial Assessment in the tool for the Audit Academy to draw the "Starting Line" of 
auditor personal expertise, abilities and skills.
Before the auditor starts, Unicredit wants to establish together auditor training needs and 
design personal path. Unicredit wants auditor to focus on the areas which auditor needs to 
deepen and skip the topics in which auditor is already proficient
Training will be offered in different formats to make auditor experience even more 
interesting. The Academy will be organised in a blend of classes, workshops, eLearning, 
webinars and on the job experiences. 
At the end of learning path,  competencies will be confirmed by a final assessment leading 




3.4 THE AUDIT ACADEMY PATH: CONTENUTI E STRUTTURA 
 
L’Audit Academy è suddivisa in due steps: 
 




La durata prevista per questo percorso formativo è di circa due anni, per permettere di realizzare 
ad Unicredit, idea fino ad oggi utopica, di sviluppare una cultura di Audit di gruppo. Questo 
porterà un incremento sia operativo, in relazione allo svolgimento delle proprie mansioni sul 
campo, sia teorico, quindi di arricchimento del bagaglio di conoscenze di ogni singolo auditor 
del gruppo, arricchendo ogni singola Competence Line. In ogni Competence Line, saremo di 
fronte a personale qualificato secondo le esigenze della banca, significativamente più attento 
alle situazioni più rischiose e dannose per il grande gruppo Unicredit. 
In generale, l’Audit Academy risponde ad ogni bisogno formativo dei diversi auditors. Si 
discute con i manager degli auditors, ascoltando le loro richieste, qualora anche riguardino la 
richiesta di ulteriori corsi, seminari, workshops o tavole rotonde che soddisfino il fabbisogno 
formativo del proprio auditor. 
La struttura dell’Audit Academy, quindi del suo percorso formativo, è un nuovo modo di 
imparare a fare audit e un innovativo punto di partenza per realizzare una globale cultura di 
Audit: un mix particolare tra insegnamenti teorici e approcci pratici. 
 
Nel complesso l’Accademia è strutturata con differenti tecniche di insegnamento: 
 
 Classi, dove le esperienze e le conoscenze dei colleghi con un livello di Seniority più 
elevato, sono condivise con gli auditor junior. Quando è possibile, si cerca di 
organizzare le classi in luoghi comodi e confortevoli per i partecipanti (ad.es. se ci sono 
diversi partecipanti dall’Austria, Audit Methodologies con la collaborazione di LLC 
cerca di organizzare una classe in una sede di Unicredit in Austria). Questo sia con l’idea 
di agevolare la partecipazione agli interessati, sia con l’obiettivo di una politica di 
contenimento dei costi relativi ad eventuali trasferte. I corsi in aula sono diretti e 
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organizzati da docenti scelti da Audit Methodologies, ricercando profili adeguati 
all’interno di Unicredit.  
 
 Moduli E-Learning e Webinars, di natura flessibile e studiati appositamente per 
poterli inserire nell’agenda di un auditor, senza che causino interferenze con la mole di 
lavoro delle Competence Line. L’auditor per questi moduli potrà scegliere il momento 
ed il periodo migliore per seguirli. 
 
 Workshops, dove si lavora in gruppo per analizzare e risolvere business cases reali 
 
 Sul lavoro Training experience, per offrire agli auditors la possibilità di mettere in 
pratica quello che hanno imparato e mettersi in gioco con esperienze sul campo. 
 
Per quanto riguarda i contenuti dei corsi sono basati sugli standards di audit internazionali. Non 
dimenticandosi di sottolineare come questi vengano applicati in Unicredit nel dipartimento di 
Audit Methodologies e nei Tools che sono usati ogni giorno nella banca.  
 
Secondo questa visione, l’Audit Academy completerà il curriculum degli auditors di 
Unicredit, nel quale dovrebbero essere già presenti alcune certificazioni.  Qualora non lo 
fossero, provvederà a fornire gli strumenti per permettere, agli auditors, di conseguirle. 
 
I Corsi sono stati preparati in lingua inglese, per permette a tutti di potersi confrontare, 
indipendentemente dal paese di provenienza. E’ previsto che nel caso eccezionale in cui si 
verificassero carenze di conoscenze a livello linguistico, si provveda all’invio del materiale 
nella lingua del paese di provenienza dell’auditor. Questa viene considerata un’evenienza 
straordinaria perché un prerequisito per iniziare la carriera in Audit, in una qualsiasi Legal 
Entity di Unicredit, è quello di una buona conoscenze della lingua inglese. 
I moduli e-learning vengono caricati sulla piattaforma MyLearning, dove ogni dipendente 
Unicredit può svolgere e seguire i corsi formativi, di ogni genere, non solo relativi all’Audit 
Academy. La piattaforma MyLearning ha una matricola e un codice di accesso per ogni 
dipendente e permette di svolgere corsi formativi, pianificati dal proprio manager, nel momento 
che ciascun dipendente ritiene più opportuno. Essendo la medesima piattaforma per tutti i 
dipendenti Unicredit di tutti i paesi nei quali ha sede la banca, ha bisogno di un monitoraggio 
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attivo che viene seguito sia da LLC, Audit Methodologies e UBIS. UBIS, nel progetto 
dell’Audit Academy, ha provveduto a dare la possibilità a tutti i colleghi dei diversi paesi di 
fare accesso alla piattaforma, potendo seguire i medesimi corsi (prima di questo progetto non 
era mai stato sperimentato l’utilizzo del piattaforma con questo sistema). Conseguentemente 
ogni partecipante dell’Audit Academy trova sulla piattaforma il materiale dei corsi e la 
situazione aggiornata del suo percorso formativo personalizzato. La certificazione di SDA 
Bocconi, school of Management-Milano, aggiunge valore alla carriera di successo degli 
auditors di Unicredit in quanto verifica e promuove il livello di formazione relativo alle 

































Il Core Curriculum dell’Audit Academy è disegnato per offrire agli auditors la possibilità di 
acquisire le competenze necessarie di core di audit, per essere un senior audit team member. 
Questo primo step dell’accademia è un percorso di apprendimento intenso che dà agli auditors:  
 
 Competenze tecniche, tramite le classi e i corsi on-line riguardanti gli 8 fondamentali 
argomenti di audit che sono la pietra angolare per ogni auditors. 
 
 Competenze sul risk management, il percorso formativo include il completamento 
della Risk Academy (Core Curriculum), dalla quale, abbiamo visto dall’introduzione ha 
preso spunto l’Audit Academy. La Risk Academy è a disposizione di tutti i dipendenti 
di Unicredit, perché soprattutto la parte del Core Curriculum, riguarda i maggiori rischi 
HARD SKILLS
1) PRINCIPLE OF CORPORATE GOVERNANCE AND 
OF INTERNAL AUDITING





7)IT AUDITING FOR NON IT AUDITORS





CORE CURRICULUM TRAINING PROGRAM
PREREQUISITES FOR THE CORE CURRICULUM FINAL ASSESSMENT
Completion of Risk Academy- Core Curriculum
24 month of Audit experience in Unicredit
Completion of Audimex course and mandatory online courses
Completion of 5 Audit Engagements as team member
Pratical Application Case (for new comers* only).
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che corre la banca. Quindi è un progetto formativo, non solo per gli auditors. La 
differenza principale tra le due accademie (oltre la finalità formativa) è che la risk 
academy è organizzata da ogni singola Legal Entity, quindi si differenzia da paese a 
paese, nonostante riguardi lo stesso gruppo bancario, mentre   l’Audit Academy è 
concepita come un progetto global nel quale, esclusa la valutazione dei prerequisiti, la 
parte formativa è la medesima per tutte le Legal Entities del gruppo. 
 
 Soft skills, riguardano le capacità di comunicazione o di negoziazione degli auditors. 
Sono classi aggiuntive che verranno organizzate in ogni singola Legal Entity. Lo scopo 
è quello di fornire agli auditors capacità e strumenti a livello comunicativo per operare 
all’interno del proprio paese in modo efficiente ed efficace. Per questo si è lasciata la 
possibilità di organizzare questi corsi alle singole Legal Entity, in quanto le metodologie 
di comunicazione e di negoziazione possono differire da paese a paese, per differenze 
culturali e abitudinali. 
 
 Abilità nell’utilizzare Audimex, il comune IT Audit Tool del Gruppo Unicredit 
 
 Opportunità di mantenersi al passo con le continue evoluzioni del quadro normativo 
frequentando i corsi obbligatori sugli argomenti più importanti 
 
 Formazione sul campo, per dare la possibilità agli auditors junior di immedesimarsi in 
una situazione reale, confrontandosi con l’esperienza degli auditors senior. Questa viene 
vista come una grande occasione di crescita sia per gli auditors junior che per gli 
auditors senior. 
 
Il completamento del Core Curriculum richiede di dedicare 15 giorni per completare gli 
assesments, seguire i corsi, frequentare la Risk Academy (Core Curriculum), effettuare alcune 
specifiche attività sul campo. Sono necessari dei giorni aggiuntivi, per lo studio individuale e 
completare gli altri corsi obbligatori che non fanno parte dell’Accademia. Come già esposto in 
precedenza, alcuni corsi, a seguito del risultato dell’Initial assessment, possono essere non 
necessari per gli auditors che hanno conseguito risultati positivi. 
 
Questo implica che è stimata una tempistica approssimativa, che deve essere rivista 
singolarmente, in base ai risultati dell’Initial Assessment.  
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I partecipanti all’Audit Academy hanno accesso alla revisione del materiale sulla piattaforma 
MyLearning (documenti, pagine informative, esercizi) senza limitazione, una volta che il 
materiale è stato pubblicato, al fine di rispettare le attività singole dell’auditor e le loro 
deadlines.  
 
Il materiale su MyLearning, soprattutto quello riguardante la parte online, rimane disponibile 
per i partecipanti fino a che non riescono a superare il Final Assessment. Per concedere 
abbastanza tempo ai partecipanti per poter seguire e comprendere i contenuti del corso, si limita 




























3.4.2 IL DIPLOMA 
 
 
Il Diploma, ancora in fase di lavorazione, è stato creato per offrire la possibilità agli auditors di 
raggiungere l’eccellenza nelle competenze di Audit, necessarie per diventare un Senior Audit 
Team Leaders. 
 
Il Diploma è un intenso percorso formativo che fornirà agli auditors: 
 
 Competenze tecniche, le “master classes” danno la possibilità di acquisire le capacità 
e le competenze avanzate per l’attività di Audit. Le classi saranno organizzate come 
workshops, dove gli auditor potranno lavorare in gruppo, affrontando casi pratici sotto 








SOFT and MANAGERIAL SKILLS
1) SELECTED FROM A COMPRHENSIVE 
PORTFOLIO INCLUDING
2)COMMUNICATION OR NEGOTIATION SKILLS
3) STAFF MANAGEMENT SKILLS
DIPLOMA TRAINING PROGRAM
PREREQUISITES FOR THE DIPLOMA FINAL ASSESSMENT
Completion of the Core Curriculum
Case History Optional: Innovative, concrete project relevant to 
the specialization chosen to compete for the award
24 month of Audit experience in Unicredit
Completion of 5 Audit Engagements pertinent to the required 











 Competenze sul risk management, percorsi formativi che includono il completamento 
della Risk Academy, “master classes”. 
 
 Soft skills, dato che l’attività di Audit implica trattare e comunicare con le altre persone, 
appartenenti e non alla realtà di Unicredit, viene data anche l’opportunità di migliorare 
la capacità comunicativa degli auditors, frequentando corsi in classe avanzati. 
 
Il Diploma trasforma l’auditor in un Senior Audit Team Leader, con le capacità e competenze 
necessarie per supervisionare un’attività di audit engagement e condurre il proprio team con  
autorevolezza e, allo stesso tempo, complicità al fine di raggiungere con celerità e precisione 
gli obiettivi prefissati. 
 
Grazie al Diploma, il Senior Audit Team Leader, acquista sicurezza nelle proprie potenzialità 
e riesce a gestire con maggior prontezza le sue responsabilità. 
Si possono inoltre ottenere delle certificazioni su una o più specializzazioni, affini con il lavoro 
svolto all’interno di Unicredit Group.  
 
Gli argomenti riguardanti le certificazioni inizialmente sono scelti tra quelli di maggior 
rilevanza per l’attività bancaria di audit e con il tempo si cercherà di renderli disponibili anche 
su argomenti riguardanti altre attività all’interno della banca. Queste certificazioni sono 
strutturate tramite corsi sia in aula che online. 
 
Durante il mio stage all’interno di Unicredit abbiamo lanciato il progetto dell’Audit Academy 
nonostante la parte relativa al Diploma non fosse ben delineata. Questo perché si è voluto 
verificare subito l’impatto del progetto nella realtà di gruppo, al fine di valutare il successo che 
avrebbe potuto riscuotere nelle diverse Legal Entities.  Per questo motivo l’informazione 















“Initial Assessment” è il primo step del Core Curriculum. E’ strutturato in un questionario a 
risposta multipla suddiviso per i differenti argomenti affrontati nei corsi. I questionari vengono 
resi disponibili sul Pc del partecipante. Non deve essere considerato come test di ammissione.  
Il completamento è necessario per costruire un percorso formativo personalizzato, basato sulle 
capacità e la seniority di ogni auditor partecipante, che viene comunicato al partecipante prima 
dell’apertura della sessione annuale dell’Audit Academy. Questo test è disponibile due volte 
all’anno, una a Marzo e una a Settembre. 
 
I partecipanti hanno un solo tentativo a disposizione, per l’Initial Assessment. Si consiglia, 
prima di cominciare il test, di verificare la disponibilità di circa due ore per il completamento e 
di trovare all’interno della struttura di Unicredit, un’aula che faciliti la concentrazione 
dell’auditor partecipante. 
 
Una volta che ogni partecipante è a conoscenza del suo percorso formativo, può cominciare a 
frequentare i corsi che gli sono stati comunicati, a seguito dei risultati dell’Initial Assessment.  
 
Alla fine di ogni corso, è previsto un test di autovalutazione “self-assessment”, per il quale non 
è previsto un risultato che rappresenta un ulteriore strumento di auto-verifica a disposizione del 
partecipante. Questo self- assessment può essere utilizzato in fase di preparazione dell’esame 
finale, “Final Assessment”, per verificare l’acquisizione delle capacità tecniche e teoriche dei 
partecipanti. Non fornisce, come l’Initial Assessment, un risultato di FAIL o PASS, ma 
unicamente una raccomandazione di riguardare alcune parti del corso piuttosto che altre, oppure 
un messaggio nel quale si comunica che il partecipante è pronto ad affrontare l’esame finale 
per quell’argomento. 
CORE CURRICULUM
- INITIAL ASSESSMENT (ON-LINE)
- POST-COURSE SELF-ASSESSMENT (ON-LINE)







“Final Assessment” è disponibile due volte l’anno, sia a Marzo che a Settembre. Anche il Final 
Assessment è strutturato in un questionario a risposta multipla.  
Come possiamo vedere nella tabella iniziale del paragrafo, questo esame finale è previsto in 
aula. E’ organizzato secondo una dislocazione territoriale appropriata, a seconda dell’iscrizioni, 
nel paese con maggiori partecipanti.  Questo in un’ottica di contenimento costi e riduzione di 
disagi per le trasferte. I professori della SDA Bocconi, hanno il compito di consegnare la 
certificazione finale di promozione. E’ necessario, per passare il Final Assessment del Core 
Curriculum rispondere correttamente ad almeno l’80% del questionario a risposta multipla.  
 
Anche alla fine del Diploma è previsto un esame finale anch’esso valutato dai docenti di SDA 
Bocconi.  
 
Sia per quanto riguarda il Core Curriculum che il Diploma, l’esame finale è sostenibile massimo 
due volte l’anno. 
 
La possibilità di iscriversi al Final Assessment, sia per il Core Curriculum che per il Diploma, 
è disponibile solo una volta che il partecipante dimostra la frequenza e il completamento dei 
corsi previsti dal percorso formativo e il possesso di tutti i pre-requisiti. 
 
SDA Bocconi assegna anche un merito speciale “lode”, ai partecipanti che otterranno risultati 
più profittevoli nel Diploma. Per ottenere la lode, un partecipante deve ottenere un punteggio 
nel Final Assessment superiore al 90% e preparare un Case History che verte su un progetto 
innovativo per la Competence Line. 
 
La frequenza dei corsi o lo svolgimento dell’Initial/Final Assessment non deve andare a 
compromettere l’attività lavorativa del partecipante, il quale può iscriversi e partecipare alla 
sessione che preferisce. 
 
La partecipazione all’Audit Academy è volontaria ma deve essere approvata dal CAE e dal 
Line Manager dell’auditor che vuol partecipare.   
E’ stata creata una casella di posta apposita auditacademy@unicredit.eu, alla quale si possono 




Durante il mio stage mi sono occupata direttamente di questa casella di posta.  Posso dire che 
non è stato molto semplice in quanto oltre ad essere utilizzata come mezzo di iscrizione veniva 
utilizzata per chiedere e comunicare qualsiasi tipologia di problema. Questo argomento verrà 
ripreso nell’ultimo capitolo del presente lavoro, dove analizzeremo i risultati del progetto, 




3.4.4 CORSI DELL’AUDIT ACADEMY 
 
Abbiamo visto nei paragrafi precedenti la suddivisione degli argomenti dei corsi dell’AUDIT 
ACADEMY, della parte relativa al Core Curriculum, che abbiamo lanciato il 25 luglio 2014: 
 
1. Principle of Corporate Governance and of Internal Auditing 
2. Ethics and Organisational Governance 
3. Audit Engagement 
4. Audit Report Writing 
5. Data Sampling 
6. Data Analytics 
7. IT Auditing for non IT Auditors 
8. Fraud and Forensic Audit 
 
Adesso vediamo nel dettaglio la struttura e l’organizzazione tematica dei corsi. Le tematiche 
sono state sviluppate dai membri del dipartimento Audit Methodologies, prima in lingua 











Principle of Corporate Governance and of Internal Auditing 
 
Questo è il primo corso che ha aperto l’Audit Academy nel novembre 2014. E’ stato svolto in 
aula e ho avuto la possibilità di partecipare. Essendo il primo corso, in relazione al grande 
numero di auditor italiani che hanno aderito al progetto nella sua prima tornata, si è preferito 
svolgere il corso in lingua italiana. Abbiamo organizzato circa 4 classi, con un numero di 
partecipanti pari a 15.  Le classi si sono localizzate nella sede di Unicredit di Cologno, 
generalmente adibita a sede per gli eventuali corsi di aggiornamento per i dipendenti. 
 
Obiettivi del corso:  
1. I principi di Corporate Governance e il sistema di controlli interni 
2. Il ruolo dell’Internal Audit come parte del Sistema di Controllo Interno 
3. La mission e i valori core del Dipartimento di Internal Audit 
4. L’organizzazione della Competence Line di Internal Audit in Unicredit Group 
5. Le relazioni dell’Internal Audit con gli altri attori del Sistema di Controlli Interni  
6. Il processo di Audit in Unicredit Group 
Questo è considerato uno dei corsi fondamentali, specialmente per gli auditor junior, nel quale 
si cerca di analizzare nello specifico il mandato di audit di Unicredit. 
 
Ethics and Organisational Governance 
 
Questo corso, è un modulo del Core Curriculum, che è stato reso disponibile on-line, sulla 
piattaforma MyLearning. E’ stato lanciato a seguito del corso di Principle of Corporate 
Governance and of Internal Auditing. Dal momento del lancio la sua fruizione è libera in base 
alle esigenze lavorative del partecipante. Una volta fruito il corso si rende disponibile anche il 
test di autovalutazione in supporto, per la verifica dei concetti acquisiti. Il corso vorrebbe 
portare gli auditors di tutto il gruppo Unicredit, indipendentemente dalle loro origini, tradizioni 
o culture, a un concetto di etica bancaria comune. 
 
Obiettivi del corso: 
1. Principi fondamentali di Etica.  Come interpretare le situazione con 
comportamenti etici e come valutare le azioni correlate 
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2. Applicare i principi di Governance, con comportamenti etici adeguati per 
proteggere la reputazione di Unicredit Group 
3. Apprendere il codice etico dei revisori per valutare quale linea d'azione deve 
essere presa in situazioni di lavoro specifiche, per garantire integrità e 




Questo corso viene svolto in aula come il corso di Principle of Corporate Governance and of 
Internal Auditing.  E’ molto importante all’interno dell’Accademia perché facendo riferimento 
al materiale del “Manuale degli Internal Auditors di Unicredit” entra molto nello specificità 
operativa di un auditors. 
 
Obiettivi del corso: 
1. Utilizzo dei due rapporti di revisione: Audit report e Executive report 
2. Come organizzare e redigere un Audit report, con particolare riferimento alla 
distinzione tra parte obbligatoria e parte facoltativa 
 
Audit Report Writing 
 
Audit Report Writing è un corso che viene caricato online sulla piattaforma MyLearning. 
Essendo molto tecnico-operativo mira ad incrementare le capacità di stesura di un Audit Report. 
Ad esso verranno allegati anche Business Case ed esempi concreti di situazioni e di registro di 
alcuni “Finding” particolari (debolezze certificate nelle evidenze di audit). Il corso è stato 
organizzato e strutturato dagli auditor senior presenti nel dipartimento di Audit Methodologies.  
 
Obiettivi del corso: 
1. Conoscere nel dettaglio ogni singola voce del Report che si è chiamati a scrivere 
alla fine dell’ispezione. 
2. Classificare con giudizio i Finding, analizzando con giudizio le evidenze di audit e 
soffermandosi sull’analisi delle principali caratteristiche dell’evidenza di audit: 
sufficienza, affidabilità, rilevanza e utilità. 




Data Sampling e Data Analytics 
 
Sono entrambi corsi caricati sulla piattaforma MyLearning, sono stati certificati da SDA 
Bocconi ma acquisiti da fonte esterna. Sono stati pubblicati sulla piattaforma MyLearning 
con celerità perché sono stati acquistati pronti per essere caricati in rete.  
 
Obiettivi dei corsi: 
1. Conoscere e sapere quando utilizzare il campionamento dei dati 
2. Ez-Quant, provvedere ad installarlo in tutti i Pc e a predisporre gli auditor 
all’utilizzo per l’analisi dei dati 
 
IT auditing for non IT auditors 
 
E’ il penultimo corso dell’Audit Academy. Viene caricato sulla piattaforma MyLearning con il 
rispettivo test di autovalutazione. E’ un corso redatto dalla struttura IT del dipartimento di Audit 
Methodologies, dagli IT auditors senior. 
 
Obbiettivo del corso: 
1. Rendere omogenee le conoscenze IT di tutti gli auditors del gruppo 
2. Ridurre il ricorso all’ help desk di primo livello, in modo tale da rendere più 
indipendente ciascun auditor. 
 
Fraud and Forensic Audit 
 
Essendo l’ultimo corso in fase conclusiva del mio stage non era ancora stato organizzato e 
strutturato. Sicuramente è un corso che non verrà svolto in aula, ma caricato sulla piattaforma 
MyLearning e l’organizzazione sarà a carico del Dipartimento Fraud Detection & Investigation 
dell’area Audit di Unicredit.  
 
Obiettivo del corso: 
1. Concetto di frode e cause delle frodi 
2. Fattori che agevolano la diffusione delle frodi 
3. Metodologie di prevenzione 
4. Ruolo del fraud auditor e del forensic accountan 
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L’Audit Academy è un progetto sperimentale. Il Core curriculum è partito a settembre 2014 
mentre il Diploma si ipotizza che potrà essere operativo dal 2016.  
 
Al fine di permettere ad un numero rilevante di partecipanti di poter iscriversi al Final 
Assessment del Core Curriculum, considerando anche i pre-requisiti fondamentali per poter 
accedere al Final Assessment, si è pensato di creare un home page, simile ad un curriculum 
vitae, per raccogliere tutti gli avanzamenti del partecipante prima del test finale del Core 
Curriculum.  
 
Questa pagina, che sarà compilabile unicamente dal partecipante, dovrà essere inviata prima di 
richiedere l’iscrizione al Final Assessment (certificata dalla firma del proprio line manager) alla 
casella di posta dell’Audit Academy. 
 
Nel presente capitolo, analizzeremo i risultati della prima tornata di iscrizioni al progetto. 
Cercheremo di sottolineare quelle che a seguito del “Meeting Dipartiment” sono stati i punti di 
forza e i punti di debolezza del progetto. 
 
Analizzeremo le prospettive future del progetto e le eventuali modifiche che possono essere 
inserite nelle prossime edizioni.  
 
Valuteremo i risultati dell’Initial Assessment, cercando di interpretarli al fine di comprendere 
quali siano le maggiori lacune degli auditors all’interno di Unicredit. Nell’ottica della loro 
formazione, per lo sviluppo di figure sempre più competenti e competitive, non come giudici 
del livello di preparazione dei colleghi, ma con spirito di collaborazione per concorrere 






4.2 I RISULTATI DELLE ISCRIZIONI DELLA PRIMA TORNATA 
 
A seguito della campagna di promozione del progetto dell’Audit Academy sono state ricevute 
135 richieste di iscrizioni. Come vediamo dalla tabella le Legal Entities di Unicredit sono 
suddivise in 5 gruppi: Austria, Cee, Germania, Italia e Polonia.  
Nella Cee fanno parte i seguenti paesi: Bosnia (UniCredit Bank Banja Luka), Bulgaria 
(Unicredit Bulbank), Croazia (Zagrebacka Banka), Olanda (Yapi Kredi), Lituania (Unicredit 
UCG), Repubblica Ceca (Unicredit Bank Czech Republic and Slovakia), Romania (UniCredit 
Tiriac Bank), Russia (Unicredit Bank), Serbia (Unicredit Bank Srbija ad Beograd), Slovacchia 
(Unicredit Bank Czech Republic and Slovakia), Slovenia (Unicredit Bank Slovenia), Turchia 
















La Germania è una Legal Entity molto importante in Unicredit.  Inizialmente doveva 
partecipare al progetto, ma ci sono state delle problematiche per la lingua utilizzata nei corsi.  
La lingua inglese per i corsi non è stata vista corretta per i corsi formativi dai CAE tedeschi, in 
quanto sostenevano che parlando di formazione ogni paese doveva avere la possibilità di fare i 
corsi nella propria lingua. Si è dibattuto molto durante la mia permanenza in Unicredit, sul 
pensiero tedesco poi, anche in ottica di contenimento dei costi, si è preferito non introdurre 
modifiche al progetto per quanto riguardava la lingua utilizzata. Questo ha portato la rinuncia 
all’adesione del progetto della Germania, nonostante fossero pervenute circa 15 richieste di 
iscrizioni.  
Una volta chiuse le iscrizioni di questa prima sessione dell’Audit Academy si è provveduto a 
caricare l’Initial Assessment a tutti gli iscritti. Come vedremo nei prossimi paragrafi, numerosi 
sono stati i problemi per l’assegnazione online dell’Initial Assessment, che hanno portato ad 
una diminuzione dei partecipanti. Una volta assegnato, il numero dei partecipanti ha continuato 
a scendere, a causa del fatto che alcuni non avevano ultimato l’Initial Assessment nel periodo 










N° people completing the 
Initial Assessment
Enrolled to the Audit 
Academy














4.3 “MEETING DIPARTIMENT”: ANALISI A CALDO, DELLA PRIMA 
FASE DEL PROGETTO 
 
Conclusa la prima fase del progetto, prima dell’inizio dei corsi dell’Audit Academy che era 
previsto per ottobre 2014, nella realtà posticipato a novembre 2014, il responsabile di allora 
organizzò un incontro riassuntivo per tutto il Dipartimento. 
Emerse sicuramente un risultato molto positivo della cooperazione di diverse aree della banca. 
Per la prima volta il dipartimento di Audit Methodologies & Processes, Audit Advisory Quality 
Assurance & Operations, Audit Monitoring, Group Audit, Country Italy Network Audit, 
Insourced Audit Services, LLC e UBIS avevano cooperato con una discreta efficienza. 
Considerando il numero di auditor presenti nel gruppo, circa 1300 auditors in 113 compagnie, 
l’adesione al progetto di 114 auditors denota il necessario miglioramento della campagna 
motivazionale verso il progetto. Sicuramente l’aver lanciato il progetto il 25 luglio 2014 e aver 
tenuto aperte le iscrizioni fino al 14 Agosto 2014, non è da considerare ottimale, in quanto è 
periodo in cui molti dipendenti sono in vacanza. Forse se si fosse lanciato il progetto nel mese 
di settembre 2014 ci sarebbe stato un numero maggiore di adesioni, visto che la partecipazione 
all’audit academy necessita, non solo della volontà del singolo auditors ma dell’appoggio del 
proprio Line Manager. 
 
Le metodologie di comunicazione del progetto, la Welcome Letter e i video, sono stati 
considerati efficienti chiarificatori del progetto e del suo intento. Oltre a questi, 
successivamente, a tutti coloro che avevano confermato l’iscrizione, è stato inviato un ulteriore 



















opuscolo informativo “Brochure”. Dal punto di vista della comunicazione, quindi si sono 
riscontrati diversi spunti di riflessione positivi durante la riunione.  
Forse per le edizioni successive si potrebbe dare maggior spazio alla campagna pubblicitaria 
del progetto, con risalto maggiore anche sul portale di gruppo “Intranet”. 
Una volta terminate le iscrizioni e partito l’Initial Assessment, si sono riscontrati diverse 
situazioni problematiche, per quanto riguarda i singoli assessment, soprattutto per la 
visualizzazione delle immagini del Data Analytics e Data Sampling in relazione all’utilizzo di 
Ez-Quant.  
Qui è entrata in gioco la forte cooperazione tra tutti i soggetti coinvolti, la capacità di fare fronte 
ad un help desk di primo livello da parte di Audit Methodologies, la disponibilità di Ubis a far 
fronte a problemi IT (non di propria competenza), e il miglioramento della visualizzazione degli 
assessment da parte di LLC. Quindi a fronte di qualche imprevisto per il corretto svolgimento 
dell’Initial Assessment si è avuta una discreta partecipazione da parte di tutte le parti coinvolte 
nel progetto.  
In relazione alle funzioni di Help desk di primo livello e ai problemi IT, durante la riunione, è 
emerso che queste mansioni nella fase successiva diventeranno a carico di una Società esterna 
SSC, che collabora con Unicredit per i progetti formativi della Banca.  
La problematica più grave che si è riscontrata in questa prima fase è sicuramente l’emergere 
del problema delle difficoltà comunicative tra le varie Legal Enties del gruppo. Oltre al 
problema della lingua per la Germania, anche i mancati punti di riferimento come referenti del 
progetto negli altri paesi. 
Per quanto riguarda le comunicazioni con la Polonia, si sono dimostrati molto celeri e efficienti, 
grazie alla disponibilità di Giovanni Avanzi (Cae della Polonia). Per gli altri paesi si sono 
riscontrate alcune difficoltà, causate dalla mancanza di un punto di riferimento che si occupasse 
di verificare che tutti i partecipanti del proprio paese avessero ricevuto, tutte le informazioni, 
abilitazioni e materiali. 
Queste difficoltà erano già state preventivate nella fase di costruzione del progetto, e proprio 
per cercare di superarle si era pensato ad un progetto “Global”. Con il passare del tempo, ci si 
augura che queste problematiche vengano completamente risolte, che questi progetti siano di 







4.4 I RISULTATI DELL’INITIAL ASSESSMENT DELLA PRIMA TORNATA 
 
  
I risultati ottenuti dai 114 partecipanti denotano un gran fabbisogno formativo, incrementativo 
delle conoscenze attualmente possedute dagli auditor di Unicredit. 
Analizzando i singoli test sicuramente una delle cause di questo risultato è l’utilizzo della lingua 
inglese. Molti auditors, soprattutto italiani, nei feedback rilasciati hanno dichiarato di non aver 
spesso compreso la formulazione delle domande. Questa non può, comunque, essere 
considerata una giustificazione, in quanto ormai Unicredit sta andando nella direzione di 
utilizzare l’inglese come lingua di gruppo, in quanto gruppo internazionale. Nonostante ciò, 
analizzando i dati della tabella successiva, dove valutiamo le percentuali ottenute dai 
partecipanti, molti hanno ottenuto punteggi molto bassi che non possono essere unicamente dati 
dalla scarsa conoscenza della lingua inglese. 
 
Possiamo vedere che i risultati del test relativo al Data Sampling e al Data Analytics sono quelli 
sui quali bisogna porre maggior attenzione. Il problema relativo al campionamento dei dati e 
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alla considerazione di un rilievo come rilevante o meno è fondamentale. Spesso infatti,in 
relazione all’attività di audit svolta all’interno della Banca, molti auditati si lamentano sui rilievi 
effettuati dagli auditors, sostenendo che non si concentrano su aspetti rilevanti ma unicamente 
su cavilli burocratici e che  spesso non sono in grado di riportare valutazioni oggettive dei propri 
rilievi. 
Sicuramente i rilievi hanno bisogno di attenzione sul dettaglio e sull’analisi del particolare, 
soprattutto per quanto riguarda le pratiche di fido, ma il rapporto con l’auditato deve essere di 
completa fiducia e incoraggiamento al miglioramento. L’auditor preciso, chiaro e puntuale, non 
è colui che riporta come rilievo un cavillo (es. una mancata firma superflua), ma colui che 
insieme all’area degli operativi collabora come consigliere e sostenitore.  
Di seguito i risultati  dei corsi di Principle of Corporate Governance and of Internal Auditing, 
Audit Engagement, Audit Report Writing, IT Auditing for non IT auditors. Anche qui si rileva 
un discreto fabbisogno formativo. Nella tabella seguente vediamo come il fabbisogno formativo 
sia omogeneo all’interno di Unicredit come gruppo. Se da un lato ci fa pensare che bisogna dare 
ampio spazio alla formazione degli auditors nel gruppo, dall’altro ci mostra omogeneità nella 
preparazione degli auditors.  
 
       *Per il data sampling, l’Austria ha avuto qualche problema di visualizzazione delle        
immagini, che purtroppo non si è riusciti a risolvere prima della chiusura dell’Initial 
Assessment (in questo caso i partecipanti possono scegliere a loro discrezione se frequentare 





 I Corsi che hanno invece ottenuto punteggi più elevati e risultati favorevoli sono Ethics e Fraud. 
Questo è da considerare positivamente, in quanto denota una condivisa visione di quelli che 
sono i principi etici della Banca che permettono di poter svolgere meglio il proprio mandato. 
Allo stesso modo, una conoscenza delle frodi e delle metodologie utilizzate per combatterle, 
indica ad Unicredit che i propri dipendenti sono sulla strada giusta per ottenere discreti risultati.  
Come già enunciato nei capitoli precedenti, lo scopo dell’Initial Assessment non era valutativo, 
ma sicuramente indicativo di quelle che sono le tematiche che gli auditors hanno bisogno di 
approfondire. Per questo gli esiti hanno portato a sottolineare l’importanza del progetto 
formativo, scommettendo sui possibili risultati e sui miglioramenti a seguito della 




























Nel presente lavoro abbiamo voluto illustrare la pianificazione dell’attività di Audit all’interno 
di Unicredit, per poi comprendere le motivazioni che hanno spinto Unicredit a creare un 
percorso formativo specifico per i propri dipendenti. 
 
La Pianificazione descrive il processo volto a determinare l’audit coverage e a definire le 
priorità relative alle attività di Internal audit. Abbiamo visto la pianificazione nelle sue diverse 
sfaccettature: piano pluriennale, annuale ed operativo. 
 
L’importanza delle librerie di Gruppo come fonte principe di indirizzo e di guida per ogni 
singolo auditor. L’efficienza del processo di gestione, aggiornamento e personalizzazione 
dell’Audit Universe fondamentale per l’area Audit di Unicredit. 
 
Un quadro generale sui sistemi di controllo interni, in quanto il mondo bancario, con le sue 
peculiarità dovute ai rischi, alla volatilità dei mercati finanziari e all’ampliarsi della gamma dei 
prodotti e servizi offerti, ha visto nascere l’esigenza di norme precise che facessero da linee 
guida per il raggiungimento di una sana e prudente gestione. 
 
La condivisione nel dettaglio delle varie fasi che un Auditor deve conoscere e si trova ad 
affrontare sottolineano l’importanza di questa funzione all’interno di una banca. 
Il Risk assessment, con ogni tipologia di rischio e con la definizione del questionario.  
 
Abbiamo illustrato, a seguito di questa prima parte relativa alla pianificazione, l’intervento di 
Audit nella sua fase di preparazione: scheduling, background analysis e pianificazione 
dell’intervento.  
 
La fase di esecuzione dell’intervento, descrivendo a livello operativo le varie mansioni che il 
team degli auditors di Unicredit si trova ad affrontare.  
 
Infine la comunicazione dei risultati emersi dall’ispezione con la redazione dei documenti, con 




A partire da queste riflessioni sull’attività di audit, con particolare riferimento all’intervento di 
audit da parte di un Team di auditor, nasce l’idea dell’Audit Academy. 
 
Ne analizziamo l’ideazione, la struttura e le sue caratteristiche principali. L’Audit Academy è 
un percorso formativo studiato per formare e convalidare le competenze di ogni singolo auditor 
del Gruppo. Ha la durata di circa due anni e si suddivide in due step: CORE CURRICULUM 
E DIPLOMA. 
 
Ci soffermiamo, con particolare attenzione, sulla parte relativa al Core Curriculum perché è 
quella che è partita immediatamente nel NOVEMBRE 2014, mentre il Diploma era sempre in 
fase di approvazione definitiva, per quanto, comunque già strutturato. 
 
Nella parte finale riflettiamo sulla fase di lancio del progetto, analizziamo i risultati del progetto, 
stilando il fabbisogno formativo degli auditors del gruppo. 
 
Audit Academy è una scommessa per Unicredit. Una scommessa che cerca di superare le 
barriere nazionali della Banca, cerca di coinvolgere le diverse Legal Entities del gruppo, di 
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 Portale intranet Unicredit 
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