Migration from on-premise: a cost based decision model, according to practical needs of enterprises. Case study on Greek SMEs and industries analysis by Πρασσάς, Χρήστος
ΠΑΝΕΠΙΣΤΗΜΙΟ ΘΕΣΣΑΛΙΑΣ 
ΠΟΛΥΤΕΧΝΙΚΗ ΣΧΟΛΗ 






Χρήστος Β. Πρασσάς 
 
 
Μετάβαση στο σύννεφο: Μοντέλο απόφασης βασισμένο στο κόστος 
σύμφωνο με τις ανάγκες των επιχειρήσεων. Ανάλυση περιπτώσεων 
Ελληνικών μεγάλων και μεσαίων επιχειρήσεων.  
-------------------------------------- 
Migration from on-premise: a cost based decision model, according to 












Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7



































Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7





ΤΜΗΜΑ ΗΛΕΚΤΡΟΛΟΓΩΝ ΜΗΧΑΝΙΚΩΝ 
ΚΑΙ ΜΗΧΑΝΙΚΩΝ ΥΠΟΛΟΓΙΣΤΩΝ 
 
Μετάβαση στο σύννεφο: Μοντέλο απόφασης βασισμένο στο κόστος 
σύμφωνο με τις ανάγκες των επιχειρήσεων. Ανάλυση περιπτώσεων 


















Εγκρίθηκε από την τριμελή εξεταστική επιτροπή την …………………………………….. 
 
(υπογραφή) (υπογραφή) (υπογραφή) 









Βόλος, Σεπτέμβριος 2016 
 
 
Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7































Χρήστος Β.  Πρασσάς 
 
Βόλος, Σεπτέμβριος 2016  
 
© 2016 – All rights reserved 
Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7


































Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7




 Με την ολοκλήρωση της μεταπτυχιακής μου εργασίας, θα ήθελα να 
ευχαριστήσω όλους όσους βοήθησαν στην διαδικασία ανάπτυξης της. Αρχικά, θα 
ήθελα να ευχαριστήσω τον επιβλέποντα επίκουρο καθηγητή κ. Δημήτριο Κατσαρό για 
την ευκαιρία που μου έδωσε στην διάρκεια των διαλέξεων του να γνωρίσω και να 
ασχοληθώ με το θέμα της εν λόγω εργασίας. Η βοήθεια του και η εύστοχη καθοδήγηση 
του, μέσω μιας άριστης συνεργασίας που είχαμε, με οδήγησε στο να προβληματιστώ 
θετικά και να ορίσω με σαφήνεια τους στόχους και τα αποτελέσματα της μελέτης μου 
σε όλα τα στάδια της συγγραφής. Τέλος, θα ήθελα να ευχαριστήσω θερμά την 




















Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7




















Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7











































Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7




Η ολοένα και μεγαλύτερη ανάγκη για περιορισμό του κόστους εγκατάστασης 
και λειτουργίας με ταυτόχρονη απαίτηση για αύξηση της απόδοσης των 
πληροφοριακών συστημάτων ωθεί τα στελέχη των μικρομεσαίων επιχειρήσεων (ΜμΕ) 
να εξετάζουν την περίπτωση μεταφοράς ή υλοποίησης των συστημάτων τους στο 
"σύννεφο". Η υιοθέτηση του Cloud Computing όμως, εμπεριέχει υψηλό ρίσκο  λόγω 
των προβλημάτων ασφάλειας όπως παρουσιάζονται στην βιβλιογραφία. Πλήθος 
περιστατικών παραβίασης της ασφαλείας Cloud συστημάτων έχουν πραγματοποιηθεί 
τα τελευταία χρόνια με σοβαρές συνέπειες για τους εμπλεκόμενους. 
Διεθνώς, παρουσιάζεται αυξητική τάση της χρήσης τεχνολογιών στο Cloud από 
τις ΜμΕ, ενώ αντίθετα στο δημόσιο τομέα, δεν υπάρχει μεγάλη ανταπόκριση. 
Για την λήψη της απόφασης μεταφοράς ή υλοποίησης της πληροφοριακής 
υποδομής στο Cloud από τα στελέχη των ΜμΕ είναι απαραίτητη η ανάλυση και 
σύγκριση των οικονομικών δεδομένων βάσει σεναρίων. Σημαντικότερο της οικονομικής 
ανάλυσης είναι η αναγνώριση και ταύτιση των επιχειρηματικών στόχων και 
προτεραιοτήτων με τα τρία βασικά κριτήρια επιλογής που είναι η μείωση του κόστους, 
η ασφάλεια, και η απόδοση του συστήματος. Η επιλογή δύο εξ αυτών κριτηρίων και η 
ιεραρχική τους ταξινόμηση ορίζει πρωταρχικά την κατεύθυνση για την περαιτέρω 
επιλογή και στοιχειοθετεί τον πρωταρχικό κανόνα επιλογής ή λήψης απόφασης. 
Η οικονομική ανάλυση και σύγκριση των επιλογών πρέπει να γίνεται με τρόπο 
που να εμπεριέχει όλες τις παραμέτρους. Στην εν λόγω εργασία αναλύεται η μέθοδος 
Net Present Value (NPV) βάσει των Ελληνικών δεδομένων, ενώ ταυτόχρονα ορίζονται 
τα κρίσιμα σημεία που επηρεάζουν την τελική απόφαση και δεν παρουσιάζονται σε 
άλλες μελέτες. 
Τέλος, με τη δημιουργία της δικτυακής εφαρμογής που περιέχει όλα τα σημεία 
των αναλύσεων και των οικονομικών αλλά και λογικών μοντέλων απόφασης που 
παρουσιάστηκαν στην εν λόγω εργασία, δίνεται η δυνατότητα στις ΜμΕ, εισάγοντας τα 
δεδομένα τους να λάβουν τις απαντήσεις που απαιτούνται για την λήψη της τελικής 
απόφασης.     
Λέξεις Κλειδιά: 
Σύννεφο, μοντέλο, ΜμΕ, NPV, μετάβαση, κανόνας, ασφάλεια, κόστος, απόδοση, 
μέθοδος, συμβόλαιο, υπηρεσία, απόσβεση, πάροχος, εμπιστοσύνη. 
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The ever emerging need to restrain the cost of installation and operation of 
Information Systems (IS) and furthermore the demand for optimal efficiency of the IS, 
has led small and medium businesses (SMBs) to examine the transfer or actualization of 
their IS in the cloud. However, the adoption of Cloud Computing entails high risks due to 
security problems as shown in the bibliography. In the past years many cases of Cloud 
Computing security breaches have taken place with serious consequences for all 
stakeholders. 
There is a constant rise of the use of Cloud Technologies from the SMBs 
internationally, as opposed to the government/ public sector were there is not much 
interest shown.  
In order for the SMBs to transfer or actualize their information infrastructure in 
the Cloud, it is necessary to perform scenario analysis based on the financial data. More 
important than the economic analysis, is the identification and association of the 
buisiness goals and priorities to the three basic assessment/entry criteria. These three 
assessment criteria are the cost reduction, security and system performance. The choice 
of two of the three criteria and their hierachical classification determines the primary 
direction for the future choice and furthermore it sets the primary rule for decision 
making.  
The financial analysis and comparison of the available choices has to be done in a 
way that all parameters are included. In the present research, the Net Present Value 
(NPV) is presented in connection to the Greek context. At the same time, the critical 
points that effect the final decision are presented in a way that has not yet been 
presented in other researches.  
Finally, the creation of the web based application that includes all the decision 
points that are based not only on the financial but also the logical decision making 
models that are presented in this research, allows the SMBs, by entering their data, to 
receive the answers they need in order to arrive to the safest decision possible. 
 
Key words:  
Cloud, model, corporation, SMBs, NPV, migration, rule, security, cost, performance, 
method, SLA, service, amortization, provider, trust. 
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Τα τελευταία χρόνια, οι επιχειρήσεις και οργανισμοί στον ιδιωτικό και δημόσιο 
τομέα στοχεύουν στην συρρίκνωση του κόστους λειτουργίας τους, ενώ αναζητούν 
καινοτόμες τεχνολογικές λύσεις. Η οικονομική κρίση ωθεί τις μικρομεσαίες 
επιχειρήσεις - ΜμΕ (Small Medium Enterprises, SMEs) και ειδικότερα τους υπευθύνους 
των πληροφοριακών συστημάτων τους στην αναζήτηση, αξιολόγηση και τελικώς 
υιοθέτηση νέων τεχνολογιών έχοντας πλέον σαν επιχειρησιακούς στόχους την μείωση 
του κόστους κτήσης και λειτουργίας υλικού και λογισμικού, την εξωστρέφεια, την 
αύξηση της ποιότητας των παρεχόμενων υπηρεσιών, την ελαχιστοποίηση της 
πολυπλοκότητας, την αύξηση της εξαγωγικής δυνατότητας και τον περιορισμό – 
μακροχρόνια - των ελλειμμάτων ανταγωνιστικότητας και την αύξηση της 
ανταγωνιστικότητας [24]. 
Το δημοφιλές υπολογιστικό νέφος (Cloud Computing ή απλά Cloud) και η 
εκμετάλλευση των δυνατοτήτων του από τις ΜμΕ, είναι ικανό να προσφέρει ως 
δυνατότητες, την ικανοποίηση αυτών ακριβώς των επιχειρησιακών στόχων και 
παράλληλα με την μείωση του κόστους να απελευθερωθούν πόροι για επενδύσεις σε 
άλλους τομείς. Η υποσχόμενη ευκολία διαχείρισης και η κατ’ απαίτηση πρόσβαση σε 
θεωρητικά «άπειρους» πόρους όπως α)η επεξεργαστική δυνατότητα, β) ο 
αποθηκευτικός χώρος και γ) μνήμη, φαντάζει ως η καλύτερη επιλογή για την 
υποστήριξη των ΜμΕ αν τελικά αποφασίσουν να μεταφέρουν τα πληροφοριακά τους 
συστήματα στο Cloud [161], [162], [23]. Σημαντική προσπάθεια ανάδειξης και 
ευαισθητοποίησης προς την κατεύθυνση επιλογής του Cloud από τις επιχειρήσεις 
γίνεται και με πρωτοβουλίες της Ευρωπαϊκής Ένωσης αλλά και από πρωτοβουλίες των 
ίδιων των εταιριών [64], [65], [1].  
Το outsourcing υπηρεσιών, δηλαδή, η ανάθεση υπηρεσιών και εργασιών μιας 
επιχείρησης σε εξωτερικό συνεργάτη, δεν είναι νέο φαινόμενο στον επιχειρηματικό 
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κόσμο. Πολλές επιχειρήσεις εδώ και αρκετά χρόνια έχουν υιοθετήσει το outsourcing 
για υπηρεσίες ανθρωπίνου δυναμικού, χρηματοοικονομικές, προώθησης, διαφήμισης, 
έρευνας αγοράς, έρευνας προϊόντων, ανάπτυξης και πωλήσεων [66]. 
Στον αντίποδα, το outsourcing των πληροφοριακών συστημάτων των ΜμΕ 
συγκεκριμένα, ενέχει υψηλό ρίσκο [153]. Η ασφάλεια, η ιδιωτικότητα, η συμβατότητα 
μεταξύ των συστημάτων των παρόχων απασχολούν αρκετά τους εμπλεκόμενους 
φορείς [174]. Η διαθεσιμότητα και το πρόβλημα της βιωσιμότητας και της ανάκτησης 
των δεδομένων στην περίπτωση που ο πάροχος σταματήσει την επαγγελματική του 
δραστηριότητα καθώς και ζητήματα νομικής δικαιοδοσίας-αρμοδιότητας είναι εξίσου 
σημαντικά [65]. 
 Η εξάρτηση από την δυνατότητα πρόσβασης στο διαδίκτυο, τα προβλήματα 
αποκατάστασης μετά από καταστροφή (disaster recovery), είναι και αυτά κρίσιμα 
ζητήματα που πρέπει να απασχολούν τους ειδικούς του κλάδου πριν την λήψη της 
απόφασης για μετάβαση στο Cloud [163], [20], [21]. 
Παράλληλα η παρουσίαση και μελέτη των απαραίτητων συμβολαίων 
διασφάλισης παρεχόμενων υπηρεσιών μεταξύ του παρόχου και της ΜμΕ (Service Level 
Agreements, SLAs) που συναποδέχονται και συνυπογράφουν τα δύο μέλη είναι 
κομβικής σημασίας λόγω της μεγάλης σπουδαιότητας των συμφωνηθέντων όρων για 
την ομαλή λειτουργία των υπηρεσιών, λόγω και της σε μεγάλο βαθμό 
αυτοματοποίησης του ελέγχου των παρεχόμενων υπηρεσιών. Η εμπιστοσύνη (trust) 
στο Cloud μπορεί να ενισχυθεί και ίσως τελικά να επιτευχθεί με την βελτίωση και 
ωρίμανση των όρων στα SLAs. 
Η πιθανή μετάβαση στο Cloud όμως, θα πρέπει να αναλύεται σε βάθος, 
λαμβάνοντας υπόψη τα οικονομικά κριτήρια, τις πραγματικές ανάγκες και τους 
επιχειρηματικούς στόχους της επιχείρησης. 
 
 
1.2 Αντικείμενο της διπλωματικής 
Η παρούσα μεταπτυχιακή εργασία εξετάζει τις δυνατότητες που προσφέρει το 
Cloud στις ελληνικές ΜμΕ (SMEs). Διακρίνει, στοιχειοθετεί και παρουσιάζει τα τρία 
βασικά κριτήρια λήψης απόφασης (decision criteria) για μετάβαση στο Cloud τα οποία 
είναι το κόστος, η ασφάλεια και η απόδοση. Παράλληλα διακρίνει έναν πρωταρχικό 
κανόνα επιλογής που στηρίζεται σε αυτά ακριβώς τα κριτήρια, με τον οποίο 
λαμβάνεται η πρώτη ενδεικτική απάντηση στο κρίσιμο ερώτημα της μετάβασης 
(migration) των πληροφοριακών συστημάτων των ΜμΕ στο Cloud. Σημαντικό κομμάτι 
της εργασίας είναι η αποτύπωση των βημάτων μετάβασης στο Cloud με τρόπο που να 
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μην επηρεάζεται η φυσιολογική λειτουργία της επιχείρησης. Στην συνέχεια αναλύεται 
το μοντέλο εκτίμησης του κόστους με την αποτύπωση των κοστολογικών κριτηρίων 
(cost factors). Παρουσιάζονται τα βασικά σημεία των (SLA) των παρόχων που 
δραστηριοποιούνται στην Ευρώπη και γίνεται σύγκριση των πληροφοριακών 
εγκαταστάσεων δεδομένων (datacenters) εντός των επιχειρήσεων και του Cloud. Τέλος 
παρουσιάζονται στοιχεία επιχειρήσεων από έρευνα που πραγματοποιήθηκε στα 
πλαίσια της εργασίας και μελετάται με πραγματικά δεδομένα η λήψη απόφασης και η 
διαδικασία της μετάβασης στο Cloud. 
Στην εργασία αναφέρεται συχνά η φράση «Παραδοσιακή εγκατάσταση» και 
εννοείται η εσωτερική εγκατάσταση εντός της επιχείρησης, των πληροφοριακών 
συστημάτων και της αντίστοιχης υποδομής (datacenter). Επίσης γίνεται η χρήση της 
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2.1 Μικρομεσαίες επιχειρήσεις 
Οι παράγοντες, σύμφωνα με τους οποίους κατατάσσεται μια επιχείρηση ως 
μικρομεσαία (ΜμΕ, Small medium sized enterprises, SME), όπως καθορίζεται από την 
Ευρωπαϊκή οδηγία EU361/2003 είναι i) το πλήθος των εργαζομένων – 
απασχολούμενων και ii) ο ετήσιος κύκλος εργασιών [67], [68]. 
Σύμφωνα με τα παραπάνω μια εταιρία μπορεί να χαρακτηριστεί ως: 
 
Κατηγορία Πλήθος εργαζομένων Ετήσιος τζίρος Σύνολο ισολογισμού 
Μεσαία (Medium) < 250 <= 50 εκατ. € <= 43 εκατ. € 
Μικρή (Small) < 50 <= 10 εκατ. € <= 10 εκατ. € 
Πολύ Μικρή (Micro) < 10 <= 2 εκατ. € <= 2 εκατ. € 
Πίνακας 1: Κατάταξη ΜμΕ 
  
Παράλληλα, στις ΜμΕ η διοίκηση και διαχείριση τους γίνεται συνήθως από τους 
ιδιοκτήτες-ιδρυτές και όχι από διοικητικό συμβούλιο, χωρίς γραφειοκρατικά 
προβλήματα και οι αποφάσεις είναι πιο εύκολο να παρθούν και να υλοποιηθούν λόγω 
της αμεσότητας στην επικοινωνία.  
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2.2 Πληροφοριακά συστήματα στις ΜμΕ 
Στον ιδιωτικό τομέα και ειδικότερα στις ΜμΕ ο ανταγωνισμός είναι εξαιρετικά 
υψηλός. Αν ληφθεί υπόψη ότι το 75% των επιχειρήσεων στην Ελλάδα και το 99% στην 
Ευρώπη είναι ΜμΕ και με δεδομένο ότι εννιά στις δέκα (9/10) ΜμΕ ανήκουν στον χώρο 
των μικρών (micro enterprises) τότε είναι αντιληπτό το πόσο κρίσιμη για την επιβίωση 
και ανάπτυξη αυτών των επιχειρήσεων είναι η πρόσβαση σε φθηνές, αξιόπιστες και 
αποδοτικές τεχνολογίες [104], [177]. 
 Το βασικό εργαλείο πληροφόρησης αλλά και διαχείρισης στις ΜμΕ είναι 
συνήθως ένα σύστημα με την δυνατότητα καταγραφής και ελέγχου βασικών στοιχείων 
(πωλήσεων -αγορών - αποθήκη) που απαιτούνται από την φορολογική νομοθεσία. Τα 
τελευταία χρόνια ακόμη και οι μικρές επιχειρήσεις υιοθετούν πλήρη και εξειδικευμένα 
συστήματα όπως τα συστήματα διαχείρισης βιομηχανικών πόρων (Enterprise Resource 
Planning, ERP) [173]. Η στροφή αυτή των ΜμΕ προς την ολοκληρωμένη διαχείριση και 
έλεγχο που προσφέρει ένα ERP έγκειται στην μείωση του κόστους κτήσης των εν λόγω 
λογισμικών και στις γενικά μέτριες απαιτήσεις σε υλικοτεχνική υποδομή και στην 
ευκολία χρηματοδότησης που υπήρχε τα προηγούμενα χρόνια.  
Τα συστήματα ERP είναι ικανά, με αποτελεσματικό τρόπο, να διασφαλίσουν την 
διαχείριση των επιχειρηματικών πόρων και των ροών πληροφοριών και ταυτόχρονα να 
είναι σύμφωνα με την τρέχουσα νομοθεσία. Με την χρήση των ERP η ΜμΕ μπορεί να 
λαμβάνει πολύτιμη πληροφορία αναφορικά με όλα τα τμήματα της και να εξάγει 
συμπεράσματα για μελλοντικές επενδύσεις ή σημαντικές αποφάσεις σε όλους τους 
τομείς όπως την διαχείριση των αποθηκών και αποθεμάτων, την πολιτική πωλήσεων, 
τις τραπεζικές σχέσεις και την πελατειακή της διαχείριση. 
 Το ERP αποτελείται κυρίως από διαφορετικές οντότητες λογισμικού (modules) 
και υποσυστήματα [173]. Οι βασικές οντότητες των ERP είναι οι παρακάτω: 
● Διαχείριση αποθήκης 
● Γενική Λογιστική 
● Τιμολόγηση 
● Διαχείριση Ανθρώπινων πόρων 
● Διαχείριση παραγωγής 
● Προμήθειες 
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Εικόνα 1: Το ERP και τα υποσυστήματα του [169]. 
  
 Συμπληρωματικά των ERP, οι εταιρίες δύναται να χρησιμοποιούν και άλλα, 
ειδικότερα, πληροφοριακά λογισμικά όπως: 
i) Λογισμικό Πρόβλεψης Προμηθειών – Πωλήσεων (Procurement – Sales 
Forecasting Software) 
ii) Λογισμικό Διαχείρισης Αποθηκών (Warehouse Management Systems, WMS) 
iii) Λογισμικό Διαχείρισης Πελατών (Clients Relation Management Systems, CRM) 
iv) Λογισμικό Διαχείρισης Στόλου Οχημάτων (Fleet Management - Tracking and 
Administration Systems) 
v) Ιστοσελίδα (website) 
vi) Ηλεκτρονική αλληλογραφία (e-mail) 
vii) Ηλεκτρονικό κατάστημα (e-shop, e-commerce) 
viii) Μισθοδοσία (Payroll)  
ix) Διαχείριση Ανθρωπίνων Πόρων( Human Resources, HR) 
x) Εφαρμογές Γραφείου (Office Applications) 
xi) Διαχείριση Έργων (Project Management)  
Παράλληλα πέρα από τις εμπορικές εφαρμογές που κυκλοφορούν και 
χρησιμοποιούνται ευρέως από τις επιχειρήσεις, μπορεί να χρησιμοποιούνται 
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εφαρμογές δημιουργημένες από τις ίδιες ή ακόμη και να προσφέρουν τις εφαρμογές 
αυτές σε τρίτους. Η συγκεκριμένη παράμετρος είναι σημαντική για την επιλογή του 
παρεχόμενου μοντέλου υπηρεσίας (Cloud Service Model) για την μετάβαση στο Cloud.  
 Σύμφωνα με πρόσφατες έρευνες, οι εφαρμογές που είναι πιο πιθανό να 
λειτουργήσουν στο Cloud είναι οι α) Εφαρμογές γραφείου, β) Σύστημα Διαχείρισης 
Πελατών, γ) Ηλεκτρονική αλληλογραφία, δ) Σύστημα Διαχείρισης Έργων, ε) Σύστημα 
Διαχείρισης Μισθοδοσίας (Payroll) [160].  
 
 
2.3 Υλικοτεχνική υποδομή στις ΜμΕ 
 Παραδοσιακά, το σύνολο των SMEs προσανατολίζονταν στην δημιουργία του 
πληροφοριακού τους κέντρου δεδομένων (datacenter) εντός του φυσικού χώρου της 
επιχείρησης, συνήθως στην κεντρική τοποθεσία, την έδρα τους [24]. Για την 
δημιουργία του datacenter απαιτείται υψηλό αρχικό κόστος κτήσης (Capital Expenses, 
CAPEX) για τον απαραίτητο εξοπλισμό και σύσταση ομάδας ειδικών πληροφορικών που 
θα είναι επιφορτισμένοι με το έργο της εγκατάστασης, παραμετροποίησης, 
διαχείρισης, ενημέρωσης και ασφάλισης της υποδομής. Παράλληλα, η 
κεντρικοποιημένη εγκατάσταση απαιτεί δυνατότητα πρόσβασης στο διαδίκτυο μέσω 
δικτύου υψηλής ταχύτητας, δημιουργία αντιγράφων ασφαλείας, μέτρα ασφάλειας για 
την πρόσβαση στον χώρο, μέτρα ασφάλειας για τις φυσικές καταστροφές, λήψη 
μέτρων για την απρόσκοπτη παροχή ενέργειας καθώς και τη δημιουργία εφεδρικών 
datacenter σε απομακρυσμένα από το αρχικό σημεία. 
Τα τελευταία χρόνια, με την ανάπτυξη της δημιουργίας και χρήσης ολοένα και 
περισσότερων εικονικών υπολογιστικών συστημάτων στους εξυπηρετητές 
(virtualization), δίνεται η δυνατότητα σε έναν φυσικό εξυπηρετητή (server) να μπορούν 
να εκτελεστούν ταυτόχρονα πολλοί εικονικοί εξυπηρετητές [69].  
Έρευνες παρουσιάζουν την μεγάλη διείσδυση του virtualization στους servers 
των επιχειρήσεων. Συγκεκριμένα πάνω από το 90% των επιχειρήσεων (όλων των 
μεγεθών) που διατηρούν πληροφοριακές εγκαταστάσεις εντός εκμεταλλεύονται το 
virtualization στους server τους [εικόνα 2], ενώ σε άλλες έρευνες το 74% των ΜμΕ 
χρησιμοποιούν ήδη virtualization εξυπηρετώντας με αυτό τον τρόπο τις αυξανόμενες 
ανάγκες τους με την ίδια υλικοτεχνική υποδομή [70]. Στην παρακάτω εικόνα 
παρουσιάζεται αυτή ακριβώς η μεγάλη διείσδυση του virtualization στις ΜμΕ, η τάση 
των επόμενων μηνών καθώς και η συχνότερη χρήση. 
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Εικόνα 2: Ποσοστό διείσδυσης του Virtualization στις ΜμΕ [70] 
Αναλυτικότερα, το virtualization γίνεται για παράδειγμα χρησιμοποιώντας έναν 
εξυπηρετητή με ρόλο κεντρικού εξυπηρετητή ηλεκτρονικής αλληλογραφίας, έναν ως 
διαχείρισης βάσεων δεδομένων, έναν ως διαδικτυακός εξυπηρετητής (web server) και 
έναν ως εξυπηρετητής εφαρμογών (application server). Η φαινομενικά άριστη λύση του 
virtualization για την μείωση του κόστους κτήσης νέων εξυπηρετητών πρόσθεσε 
μεγάλα προβλήματα διαχείρισης και πολυπλοκότητας [23].  
Στην παρακάτω εικόνα [3] παρουσιάζεται αυτό ακριβώς το πρόβλημα που αντίθετα 
από την μείωση του κόστους κτήσης του εξοπλισμού το διαχειριστικό κόστος 
πολλαπλασιάστηκε. 
 
Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7
 Σελίδα  24 
 
 
Εικόνα 3: Αύξηση του διαχειριστικού κόστους με την χρήση virtualization [23] 
Σε άλλες περιπτώσεις, όταν υπάρχει η δυνατότητα, ακολουθείται η τεχνική 
εγκατάστασης των εξυπηρετητών σε διαφορετικά γεωγραφικά σημεία, ανάλογα με την 
εργασία που επιτελούν και τον φόρτο εργασίας τους με άμεσο επακόλουθο τον 
πολλαπλασιασμό του κόστους υλικών, λογισμικών και εργατικών. 
Εναλλακτικά, στις παραδοσιακές εγκαταστάσεις, έχοντας ως στόχο την μείωση 
του εργατικού κόστους, αρκετές ΜμΕ ενώ έχουν δικό τους datacenter δεν απασχολούν 
καθόλου πληροφορικούς αλλά κατόπιν συμφωνίας υποστηρίζονται από εξωτερικούς 
συνεργάτες (outsourcing support).  
Τα τελευταία χρόνια, με την ανάπτυξη και την αυξανόμενη αποδοχή του Cloud, 
ο σχεδιασμός υλοποίησης του απαιτούμενου datacenter των ΜμΕ έχει αλλάξει. Πλέον 
δεν υπάρχει η ανάγκη για ακριβή υλικοτεχνική υποδομή εντός της επιχείρησης και 
συνήθως απαιτείται μόνο η απρόσκοπτη σύνδεση με το διαδίκτυο για την λειτουργία 
της. Παράλληλα ελαχιστοποιείται η ανάγκη σε ανθρώπινο δυναμικό, μιας και οι 
προσφερόμενες υπηρεσίες που φιλοξενούνται στο Cloud είναι κατά βάση 
αυτοματοποιημένες ως προς την διαχείριση τους. 
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2.4 Υπολογιστικό νέφος 
Το Εθνικό Ινστιτούτο Επιστήμης και Τεχνολογίας των Ηνωμένων Πολιτειών της 
Αμερικής (National Institute of Standards and Technology, NIST) ως υπολογιστικό νέφος 
(Cloud computing, ή απλά Cloud), ορίζει «το μοντέλο που επιτρέπει την απεριόριστη, 
κατά απαίτηση (on-demand) πρόσβαση μέσω δικτύου σε ένα κοινόχρηστο σύνολο 
παραμετροποιήσημων υπολογιστικών πόρων (shared pool) από δίκτυα, servers, 
επεξεργαστική ισχύ, αποθηκευτικούς χώρους, εφαρμογές και υπηρεσίες, το οποίο 
μπορεί να δεσμευθεί και να απελευθερωθεί γρήγορα με ελάχιστη διαχειριστική 
προσπάθεια ή αλληλεπίδραση με τον πάροχο των υπηρεσιών [71], [50]. Το εν λόγω 
μοντέλο αποτελείται από πέντε ουσιώδη χαρακτηριστικά (essential characteristics), 
τρία μοντέλα παρεχόμενων υπηρεσιών (service models) και τέσσερα μοντέλα 
ανάπτυξης (deployment models). 
 
 
Εικόνα 4: Cloud Computing κατά NIST [3] 
 
 
2.4.1 Ουσιώδη χαρακτηριστικά 
 
● Κατά απαίτηση αυτοεξυπηρέτηση (On-demand self-service). Ο 
πελάτης/χρήστης μπορεί μονομερώς να έχει πρόσβαση σε υπολογιστικές 
δυνατότητες, όπως δικτυακά αποθετήρια-αποθηκευτικούς χώρους (network 
storages) ή στον χρονισμό των εξυπηρετητών (server time), όποτε απαιτηθεί 
χωρίς να είναι απαραίτητη η ανθρώπινη παρέμβαση από τους παρόχους. 
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● Ευρεία πρόσβαση στο διαδίκτυο (Broad network access). Οι παρεχόμενες 
δυνατότητες είναι διαθέσιμες μέσω δικτύου και μπορούν να προσπελαστούν με 
τυποποιημένους μηχανισμούς-διαδικασίες από ετερογενείς πλατφόρμες (π.χ. 
tablets, portable devices, φορητούς Η/Υ, τερματικά). 
● Συγκέντρωση πόρων (Resource pooling). Οι φυσικοί και εικονικοί 
υπολογιστικοί πόροι του παρόχου βρίσκονται συγκεντρωμένοι ως ένα 
κοινόχρηστο διαχειρίσιμο σύνολο που μπορεί να εξυπηρετήσει ένα πλήθος 
πελατών/χρηστών χρησιμοποιώντας ένα δυναμικό μοντέλο ανακατανομής των 
πόρων ανάλογα με τις απαιτήσεις αυτών των πελατών/χρηστών. Αυτό το 
χαρακτηριστικό δίνει την αίσθηση της ανεξαρτησίας των υπολογιστικών 
δυνατοτήτων/μηχανών/πόρων (π.χ. αποθετήρια δεδομένων, υπολογιστικές 
μηχανές, μνήμη, δίκτυο) από γεωγραφικά όρια και ως συνέπεια την αίσθησης 
της ανεξαρτησίας των δεδομένων των χρηστών από αυτά τα γεωγραφικά όρια. 
Ωστόσο παρέχεται η δυνατότητα σε υψηλό και πολλές φορές αφαιρετικό 
επίπεδο να οριστεί η τοποθεσία που θα βρίσκονται και η υπολογιστική 
υποδομή αλλά κυρίως τα αποθετήρια δεδομένων των πελατών χρηστών για 
παράδειγμα σε επίπεδο Ηπείρου, χώρας, πολιτείας, ακόμη και σε επίπεδο 
φυσικής υπολογιστικής υποδομής (datacenter). 
● Ταχεία ελαστικότητα (Rapid elasticity). Οι παρεχόμενες δυνατότητες μπορούν 
να παρέχονται, σε κάποιες περιπτώσεις αυτόματα, για γρήγορη φθίνουσα ή 
αύξουσα κλιμάκωση ανάλογα με την ζήτηση. Στον χρήστη των υπηρεσιών 
δημιουργείτε η εντύπωση της άπειρης δυνατότητας κλιμάκωσης. 
● Μετρούμενες υπηρεσίες (Measured services). Τα συστήματα Cloud αυτόματα 
ελέγχουν και βελτιστοποιούν τους προς χρήση παρεχόμενους πόρους 
χρησιμοποιώντας τεχνικές μετρήσεων σε πιο αφαιρετικό (ανώτερο) επίπεδο 
ανάλογα με τον κάθε τύπο των υπηρεσιών (π.χ. αποθηκευτικό χώρο, 
επεξεργαστική ισχύ, εύρος ζώνης δικτύου και πλήθος ενεργών χρηστών). Η 
χρήση των πόρων του συστήματος μπορεί να παρακολουθηθεί, να ελεγχθεί και 
να αναφερθεί-αποτυπωθεί προσφέροντας διαφάνεια και στον πάροχο αλλά και 
στον πελάτη. 
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Εικόνα 5: Τα βασικά χαρακτηριστικά του Cloud Computing [4] 
Τα βασικά μοντέλα παρεχόμενων υπηρεσιών που απαντώνται στους παρόχους 
είναι τα παρακάτω. Να αναφερθεί ότι λόγω της εξέλιξης των προσφερόμενων 




2.4.2 Μοντέλα παρεχόμενων υπηρεσιών 
 
● Λογισμικό ως υπηρεσία (Software as a Service, SaaS). Η παρεχόμενη υπηρεσία 
στον πελάτη είναι η δυνατότητα χρήσης της εφαρμογής του παρόχου, η οποία 
εκτελείται στην Cloud υποδομή. Η Cloud υποδομή αποτελείται από λογισμικό 
και υλικό (hardware – software) τα οποία ικανοποιούν τα πέντε ουσιώδη 
χαρακτηριστικά του Cloud. Ο πελάτης δεν έχει πρόσβαση για διαχείριση ή 
έλεγχο στην υποδομή πάνω στην οποία εκτελείται το λογισμικό που έχει 
συμφωνηθεί να εκτελεί και να χρησιμοποιεί. Δεν υπάρχει πρόσβαση δηλαδή 
στην δικτυακή υποδομή, στους εξυπηρετητές, στο λειτουργικό σύστημα, στους 
αποθηκευτικούς χώρους της Cloud υποδομής και δεν μπορεί να επέμβει στο 
λογισμικό σε επίπεδο υψηλής διαχείρισης (super administrator). 
● Πλατφόρμα ως υπηρεσία (Platform as a Service, PaaS). Η παρεχόμενη 
υπηρεσία στον πελάτη είναι η δυνατότητα ανάπτυξης εφαρμογών, εργαλείων, 
υπηρεσιών, οι οποίες θα μπορούν να εκτελεστούν στην υποδομή καθώς επίσης 
και η δυνατότητα εγκατάστασης και εκτέλεσης συμβατών με την υποδομή του 
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παρόχου εφαρμογών τρίτων. Και σε αυτή την περίπτωση δεν υπάρχει η 
δυνατότητα πρόσβασης στην δικτυακή υποδομή, στους εξυπηρετητές, στο 
λειτουργικό σύστημα, στους αποθηκευτικούς χώρους της Cloud υποδομής. Εν 
ολίγοις, με αυτή την επιλογή ο πελάτης παραλαμβάνει ένα περιβάλλον 
ανάπτυξης και εκτέλεσης εφαρμογών για παράδειγμα Java Platform, Python, 
.NET. 
● Υποδομή ως υπηρεσία (Infrastructure as a Service, IaaS):  Η παρεχόμενη 
υπηρεσία στον πελάτη σε αυτή την περίπτωση είναι η δυνατότητα άμεσης 
πρόσβασης και διαχείρισης επεξεργαστικής ισχύς, αποθηκευτικού χώρου, 
δικτυακή υποδομή και άλλα βασικά στοιχεία υπολογιστικών συστημάτων. Με 
αυτό τον τρόπο ο πελάτης μπορεί να αναπτύξει και να εκτελέσει για 
παράδειγμα λειτουργικά συστήματα και εφαρμογές. Και σε αυτή την 
περίπτωση όμως ο πελάτης δεν έχει πρόσβαση στη φυσική μηχανή και στα 
συστατικά της αλλά σε πιο υψηλό επίπεδο και πιο αφαιρετικό. 
 
Εικόνα 6: Βασικά μοντέλα Cloud υπηρεσιών [5] 
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2.4.3 Μοντέλα ανάπτυξης 
 
● Private Cloud. H Cloud υποδομή δεσμεύεται από τον πάροχο για χρήση μόνο 
από έναν πελάτη, ο οποίος με την σειρά του μπορεί να φιλοξενήσει στην εν 
λόγω υποδομή πολλές επιχειρηματικές μονάδες (SMEs). Η υποδομή μπορεί να 
ανήκει και να διαχειρίζεται από έναν οργανισμό και μπορεί να βρίσκεται εντός 
του χώρου του πελάτη ή εντός του χώρου του παρόχου. 
● Community Cloud. Η Cloud υποδομή προσφέρεται για αποκλειστική χρήση σε 
μια συγκεκριμένη κοινότητα πελατών με κοινά ή παραπλήσια επιχειρηματικά 
αντικείμενα. Για παράδειγμα όταν μια κοινότητα-πλήθος επιχειρήσεων έχουν 
κοινή αποστολή, απαιτήσεις σε ασφάλεια, πολιτικές και κανόνες 
συμμόρφωσης. Η υποδομή μπορεί να βρίσκεται εντός του χώρου του πελάτη ή 
εντός του χώρου του παρόχου. 
● Public Cloud. Η Cloud υποδομή είναι διαθέσιμη για μίσθωση και χρήση από το 
ευρύ κοινό. Οι πελάτες του μπορεί να είναι επιχειρήσεις, πανεπιστήμια, 
κυβερνητικοί οργανισμοί. Η εν λόγω υποδομή βρίσκεται πάντα στον χώρο του 
παρόχου.  
● Hybrid Cloud. Η υποδομή είναι μία σύνθεση από δύο ή περισσότερες Cloud 
υποδομές (οντότητες) που ανήκουν σε διαφορετικά μοντέλα ανάπτυξης για 
παράδειγμα private, community ή public. Η σύνθεση των πολλών αυτών 
υποδομών γίνεται σύμφωνα με ειδικά πρότυπα (standards) και επιτρέπουν την 
φορητότητα, για παράδειγμα την λειτουργία εξισορρόπησης φόρτου ανάμεσα 
σε δύο Cloud υποδομές ή διαχωρισμού των προσφερόμενων υπηρεσιών σε 
διαφορετικές εγκαταστάσεις. 
 
Εικόνα 7: Συνήθεις παρεχόμενες υπηρεσίες στο Cloud [6] 
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Στην συγκεκριμένη εργασία προτείνονται και αναλύονται λύσεις που αφορούν 
το υβριδικό (Hybrid) μοντέλο και το Δημόσιο (Public) μοντέλο ανάπτυξης σε 
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Στην λειτουργία των επιχειρήσεων η χρήση συμφωνητικών – συμβολαίων στην 
παροχή υπηρεσίας και πώλησης προϊόντων είναι ευρέως διαδεδομένη και σεβαστή. 
Το συμβόλαιο διασφάλισης παρεχόμενων υπηρεσιών (SLA) πρωτοεμφανίστηκε 
στα τέλη της δεκαετίας του 1980 και χρησιμοποιήθηκε κυρίως κατά την συμφωνία 
μίσθωσης κυκλωμάτων επικοινωνίας. Με την πάροδο των ετών η αύξηση των 
απαιτήσεων των πελατών από τους παρόχους, η ανάγκη για έλεγχο νεοεμφανιζόμενων 
υπηρεσιών και οι σχετικές έρευνες της επιστημονικής κοινότητας έδωσαν ώθηση στην 
βελτίωση και καθιέρωση του SLA [72], [73]. 
Το SLA υιοθετήθηκε το 2011 από το διεθνές πρότυπο διαχείρισης υπηρεσιών 
πληροφορικής, ISO 20000-1:2011 (International Organization for Standardization, ISO) , 
το οποίο δημιουργήθηκε το 2005 από την Joint Technical Committee (ISO/IEC JTC 1/SC 
7) και τροποποιήθηκε το 2011 [74]. Το ISO 20000-1:2011 δεν ορίζει συγκεκριμένες 
διαδικασίες για τον σχεδιασμό των υπηρεσιών αλλά ορίζει απαραίτητες προϋποθέσεις-
απαιτήσεις για να πιστοποιηθεί κάποιο σύστημα με ISO 20000. Παράλληλα το SLA είναι 
βασικό συστατικό του οδηγού EU Cloud Contracts του φορέα EuroCloud που ως στόχο 
του έχει την προώθηση του Cloud ως λύση στις ευρωπαϊκές επιχειρήσεις και 
ταυτόχρονα έχει ενεργό ρόλο στον σχεδιασμό διαδικασιών και προτύπων σχετικών με 
αυτό. 
• Στην επιλογή του κατάλληλου Cloud παρόχου ένα από τα σημαντικότερά 
κριτήρια επιλογής, σύμφωνα με την βιβλιογραφία, είναι οι όροι του SLA και 
κατά πόσο αυτοί καλύπτουν τις απαιτήσεις των επιχειρήσεων [75]. 
Συγκεκριμένα, τα κριτήρια του SLA πρέπει να έχουν άμεση σύνδεση με τους 
πραγματικούς επιχειρησιακούς στόχους της επιχείρησης γιατί σε διαφορετική 
περίπτωση ο πελάτης (επιχείρηση) μπορεί να πληρώνει για κάτι που δεν 
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χρειάζεται και στην χειρότερη περίπτωση, να μην έχει τις απαραίτητες 
υπηρεσίες ή πόρους για την ικανοποίηση των πελατών του [76]. Στην εικόνα 8 
παρουσιάζεται η σύνδεση που υπάρχει μεταξύ των επιχειρηματικών στόχων και 
των χαρακτηριστικών ποιότητας παρεχόμενων υπηρεσιών (Διαθεσιμότητα, 
Επεκτασιμότητα, Αξιοπιστία, Απόδοση, κ.λ.π.). Η στενή αυτή σχέση των 
παρεχόμενων χαρακτηριστικών ποιότητας με τους στόχους της ΜμΕ είναι ένα 
από τα σημαντικά χαρακτηριστικά για τα οποία, σε επόμενο κεφάλαιο 
προτείνεται η χρήση του πρωταρχικού κανόνα επιλογής ή λήψης απόφασης στο 
βασικό ερώτημα: "μεταφορά στο σύννεφο ή εσωτερική εγκατάσταση".   
 
 
Εικόνα 8: Η σύνδεση του SLA με τους στόχους της επιχείρησης  
Ωστόσο λόγω της αδιαφάνειας στο σύστημα του παρόχου, οι όροι του SLA είναι 
εγγυήσεις απόδοσης των προσφερόμενων υπηρεσιών. 
Η ποσόστωση που αναφέρουν τα SLAs υπολογίζεται συνήθως από τον 






• TotalTime: Συνολικός χρόνος (σε λεπτά) 
• DownTime: Χρόνος που το σύστημα δεν λειτουργεί (σε λεπτά) 
Οι ΜμΕ από την άλλη και ειδικά οι μικρές σε μέγεθος και πλήθος 
απασχολούμενου προσωπικού, δεν έχουν τους πόρους που απαιτούνται αναφορικά με 
την ορθή επιλογή και παρακολούθηση του SLA και την λήψη νομικής προστασίας, 
ικανής να αντιμετωπίσει προβλήματα που μπορεί να ανακύψουν αν παραβιαστεί 
κάποιος όρος του από τον πάροχο. Συνάμα, ο πάροχος είναι μια πολύ μεγάλη 
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επιχείρηση και συνήθως απρόσωπη στην αντιπροσώπευση και στην επικοινωνία. Με 
δεδομένο ότι οι περισσότερες ΜμΕ στηρίζονται παραδοσιακά στην διαπροσωπική, 
άμεση σχέση εμπιστοσύνης με τις άλλες εταιρίες είτε πρόκειται για πελάτες είτε για 
προμηθευτές, η συνεργασία και η επικοινωνία με έναν μεγάλο πάροχο τόσο νέας 
τεχνολογίας, ο οποίος θα διαχειρίζεται τα δεδομένα τους, πολλές φορές φαντάζει 
τρομακτικό. Η μεγάλη επίπτωση προκύπτει στον τομέα της εμπιστοσύνης και στην 




3.2 Ανάλυση του SLA των παρόχων 
 Πρόσφατες έρευνες και αναλύσεις του SLA των μεγαλύτερων και γνωστότερων 
παρόχων αναδεικνύουν το πρόβλημα και την αδυναμία που υπάρχει στην ενίσχυση της 
πίστης-εμπιστοσύνης του Cloud [34], [31]. Το συγκεκριμένο συμπέρασμα προκύπτει 
από την ανάλυση των όρων.  
 Τα SLAs όλων των παρόχων αναφέρουν και εγγυώνται την διαθεσιμότητα του 
συστήματος σε ένα ποσοστό [32]. Άλλοι πάροχοι εγγυώνται επιπλέον χαρακτηριστικά 
όπως για παράδειγμα ασφάλεια στο δίκτυο, χωρίς όμως να αναφέρουν τον τρόπο με 
τον οποίο θα μετράται και θα παρακολουθείτε αυτό το χαρακτηριστικό. 
 Αναλυτικότερα, αποτέλεσμα πρόσφατης έρευνας σε περίπου τριάντα (30) Cloud 
παρόχους, διακρίνει τα χαρακτηριστικά που αναφέρονται καθώς και την συχνότητα 
εμφάνισης του κάθε ενός. Τα χαρακτηριστικά παρουσιάζονται στον πιο κάτω πίνακα 
κατηγοριοποιημένα ανάλογα το μοντέλο παρεχόμενων υπηρεσιών. 
 Αναφορικά με την ανάλυση των κριτηρίων που αναφέρονται στα SLAs, 
παρουσιάζεται η παρακάτω εικόνα. Σε αυτή, παρατηρείται η διαφοροποίηση που 
υπάρχει και οι αδυναμίες κάλυψης σοβαρών παραμέτρων όπως η ασφάλεια, ανάνηψη 
από καταστροφή (disaster recovery),  αντιγράφων ασφαλείας και συμμόρφωση με 
διεθνή πρότυπα στους περισσότερους. Προσπάθειες προτυποποίησης των SLAs 
γίνονται και από την Ευρωπαϊκή Επιτροπή-Ένωση [77]. 
Εξίσου σημαντικό στοιχείο που πρέπει να αναφερθεί μετά την μελέτη των 
παραπάνω κριτηρίων είναι και η αναφορά στην νομική υπόσταση αυτών, δηλαδή αν τα 
αναφερόμενα κριτήρια έχουν νομική βάση και σύμφωνα με ποιο νομοθετικό-
κανονιστικό πλαίσιο καθώς και η δυνατότητα αλλαγής κάποιων όρων του SLA μετά από 
συμφωνία πελάτη – παρόχου [34]. 
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Πίνακας 2: Χαρακτηριστικά των SLAs 
 Στον αντίποδα, μεγάλη έμφαση δίνεται από όλους τους  παρόχους στην 
διαθεσιμότητα της υπηρεσίας και στις ποινές που επισύρονται από την παραβίαση 
κάποιων κριτηρίων του SLA. 
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 Υψηλή σημαντικότητα έχει και η αποτύπωση των κριτηρίων σε ένα SLA. Η 
αποτύπωση για παράδειγμα της διαθεσιμότητας ως ποσοστό (99,9%) είναι δυσνόητο 
από τα διοικητικά στελέχη των ΜμΕ και ακόμη και αν εκφραστεί σε λεπτά της ώρας 
είναι πολλοί αυτοί που θα αναζητήσουν το επίπεδο της κρισιμότητας αυτού του 
χρόνου για την λειτουργία της επιχείρησης τους [34], [78].  
 
Εικόνα 9: Χαρακτηριστικά των SLAs 
 Τελικά, η επιλογή του κατάλληλου παρόχου και η αποδοχή του SLA που 
ταυτίζεται το δυνατόν σε μεγαλύτερο βαθμό με τους επιχειρηματικούς στόχους και το 




3.3 Περίπτωση χρήσης, ΜμΕ στο Cloud. 
 Στο παράδειγμα που ακολουθεί [πίνακας 3] γίνεται η ανάλυση των απαιτήσεων 
μιας ΜμΕ του βιομηχανικού κλάδου ενώ σύμφωνα με τις απαιτήσεις γίνεται ανάλυση 
του SLA του παρόχου της [79]. Παρουσιάζονται αναλυτικά οι υπηρεσίες-λειτουργίες της 
επιχείρησης, οι απαιτήσεις που υπάρχουν και ορίζονται αναλυτικά για κάθε μια 
υπηρεσία η διαθεσιμότητα κάθε μιας.  
 Στον πίνακα αποτυπώνεται ξεκάθαρα και η διαφορετικότητα που απαιτείται για 
κάθε υπηρεσία ως ποσοστό εγγυημένης διαθεσιμότητας. Η διαφοροποίηση αυτή 
οδηγεί και σε μεγάλη αυξομείωση του συνολικού κόστους που θα επιβαρυνθεί τελικά 
η ΜμΕ όπως παρουσιάζεται σε επόμενο κεφάλαιο.  
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Υπηρεσία Απαίτηση SLA 
Active Directory 
Είσοδος των χρηστών με 
διαπιστευτήρια και ανάθεση 
δικαιωμάτων / εργασιών 
99,9 % διαθεσιμότητα της 
υπηρεσίας ταυτοποίησης & 
αυθεντικοποίησης (access, 
read, write, create, delete). 
Automation – Scheduler 
Έναρξη των αυτοματοποιημένων 
λειτουργιών από το σύστημα 
(backup, scripts) 
99,9 % των υπηρεσιών θα 
εκκινήσουν εντός 30 λεπτών 
από την προκαθορισμένη 
ώρα έναρξης. 
Backup – Restore 
Πρόσβαση στα αντίγραφα 
ασφαλείας και επαναφορά 
99,9 % διαθεσιμότητα των 




Ανάπτυξη εφαρμογών .NET στο 
Cloud 
99,95 % διαθεσιμότητα στην 
περίπτωση που η ανάπτυξη 
γίνει σε δύο τουλάχιστον 
διαφορετικές εγκαταστάσεις 
(replica). 
Virtual Machines Χρήση εικονικών μηχανών 
99,95 % διαθεσιμότητα στην 
περίπτωση που η ανάπτυξη 




Δημιουργία Εικονικού δικτύου και 
διασύνδεση με το δίκτυο της 
επιχείρησης 
99,9 % διαθεσιμότητα 
Εξυπηρέτηση υπηρεσιών 
φορητών συσκευών 
(mobile services api) 
Δημιουργία και χρήση εφαρμογών 
για φορητές συσκευές 
99,9 % διαθεσιμότητα για 




χρήση δύο βημάτων 
(Two Step 
Authentication) 
Είσοδος της υπηρεσίες σε δύο 
βήματα 
99,9 % διαθεσιμότητα 
SQL Database 
Πρόσβαση σε Σύστημα Διαχείρισης 
Βάσης Δεδομένων (ΣΔΒΜ) 
99,9 % διαθεσιμότητα 
Αποθηκευτικός Χώρος Πρόσβαση στον αποθηκευτικό χώρο 
99,9 % διαθεσιμότητα. 
Ύπαρξη πολλαπλών σημείων 
αποθήκευσης (γεωγραφικά). 
DNS 
Απόκριση των αιτημάτων DNS από 
τα συστήματα του παρόχου 
99,99 % διαθεσιμότητα. 
Ιστοσελίδα 
Πρόσβαση στην ιστοσελίδα της 
επιχείρησης που φιλοξενείται στο 
Cloud 
99,95 % διαθεσιμότητα 
E-mail – Λογισμικό 
Γραφείου 
Πρόσβαση στην ηλεκτρονική 
αλληλογραφία, λογισμικό γραφείου 
(Word, Excel,κλπ) 
99,9 % διαθεσιμότητα 
Πίνακας 3: Ανάλυση των SLAs 
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Η σχεδίαση, διοίκηση και διαχείριση της μετάβασης στο Cloud πρέπει να γίνεται 
προσεκτικά καθώς και η ανάλυση και σύνδεση της με γενικότερους οικονομικούς και 
επιχειρησιακούς στόχους. Γενικότερα, το όλο εγχείρημα θα πρέπει να αντιμετωπίζεται 
ως διοίκηση ενός έργου (project management) με κανόνες και περιορισμούς που 
ορίζονται από την αντίστοιχη θεωρία.  
Η στρατηγική της υιοθέτησης πληροφοριακών και επικοινωνιακών τεχνολογιών 
από τις ΜμΕ  και ειδικά νέων όπως το Cloud, φαντάζει ως ιδανική λύση, μιας και 
μπορεί να προσφέρει υψηλή απόδοση, δυναμική ανάθεση πόρων και εξαιρετικά 
χαμηλό αρχικό κόστος δημιουργίας της απαραίτητης υποδομής χρησιμοποιώντας το 
μοντέλο πληρωμής ανάλογα με την χρήση (pay-per-use) [80], [159], [20]. 
Οι συνηθέστεροι παράγοντες που επηρεάζουν τα στελέχη των επιχειρήσεων στη 
λήψη απόφασης για την μετάβαση στο Cloud είναι η απόδοση, το κόστος κτήσης, η 
ασφάλεια, η αξιοπιστία, η πολυπλοκότητα, η συμβατότητα, η δυνατότητα – ευκολία 
πραγματοποίησης δοκιμής, το λειτουργικό κόστος, η ευκολία υλοποίησης [160], [165], 
[18], [40], [17], [21], [81], [41], [42], [43].  
Στην περίπτωση της μελέτης όλων των παραγόντων από την αρχή, μιας ΜμΕ, το 
αποτέλεσμα και η διαδικασία διαφαίνεται πολύπλοκη και δύσκολα τα στελέχη των 
ΜμΕ θα καταλήξουν στη λήψη απόφασης. Για αυτό τον λόγο στην συγκεκριμένη 
εργασία ομαδοποιήθηκαν και διακρίθηκαν τα τρία αρχικά κύρια κριτήρια απόφασης 
και φυσικά πιο ουσιώδη. Με δεδομένο ότι η τελική απόφαση της μετάβασης στο Cloud 
πρέπει να ερευνηθεί εξονυχιστικά και με την βοήθεια ειδικών συμβούλων, η μέθοδος 
των τριών κριτηρίων δίνει την πρώτη εντύπωση και κατευθύνει αντίστοιχα. 
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Ως σημαντική παρατήρηση, θα πρέπει να αναφερθεί ότι το μέγεθος της κάθε 
ΜμΕ αποτελεί σημαντικός παράγοντας επιλογής ή όχι του Cloud. Συγκεκριμένα, οι 
μικρές επιχειρήσεις έχουν μικρότερες πιθανότητες να επιλέξουν καινούργιες 
τεχνολογίες αν η επιλογή αυτή εμπεριέχει υψηλό κόστος και υψηλό ρίσκο. Αντίθετα, 





4.2 Κριτήρια επιλογής 
Τα βασικά κριτήρια που υποδεικνύουν την πρώτη εκτίμηση για την μετάβαση ή 
όχι στο Cloud είναι το κόστος, η ασφάλεια και η απόδοση και εφαρμόζονται για δύο 
εναλλακτικά σενάρια. Ένα σενάριο για εσωτερική εγκατάσταση και ένα για την χρήση 
υπηρεσιών και υποδομής στο Cloud. 
➢   Κόστος 
Το κόστος κτήσης ή λειτουργίας της υποδομής, του λογισμικού και των 
διαφόρων πληροφοριακών συστημάτων που θα υποστηρίξουν την ΜμΕ. 
➢   Ασφάλεια  
Η ασφάλεια των δεδομένων, του λογισμικού καθώς και της πληροφοριακής 
υποδομής. 
➢   Απόδοση 
Η αποδοτικότητα των πληροφοριακών συστημάτων και του λογισμικού που 
θα υποστηρίξουν την επιχείρηση. 
 
Πέραν όμως των βασικών κριτηρίων, στην βιβλιογραφία αλλά και σε 
πραγματικές περιπτώσεις αναφέρονται και άλλοι παράγοντες (factors) που επηρεάζουν 
την απόφαση της μετάβασης στο Cloud που όμως κατά την περαιτέρω ανάλυση τους 
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4.2.1 Κόστος 
 Στην περίπτωση της δημιουργίας datacenter εντός της επιχείρησης (on-premise) 
το κόστος κτήσης του εξοπλισμού, του λογισμικού και το κόστος διαχείρισης και 
λειτουργίας ενός datacenter είναι εξαρτημένο απόλυτα από το μέγεθος της 
επιχείρησης, τις εφαρμογές που εκτελούνται σε αυτό και τους χρήστες που αναμένεται 
να το χρησιμοποιήσουν. Παράλληλα υπάρχει η σύνδεση των επιχειρηματικών στόχων – 
στρατηγικών που αφορούν την ανάπτυξη της και την είσοδο νέων χρηστών κατά την 
αρχική πρόβλεψη για την δημιουργία του datacenter. Επιβαρυντικοί παράγοντες στο 
κόστος είναι και η δέσμευση και δημιουργία ειδικού χώρου που θα φιλοξενήσει την 
υποδομή καθώς και οι πιθανές διατάξεις ασφάλειας που πρέπει να προβλεφθούν όπως 
σύστημα ασφάλειας, ελεγχόμενης πρόσβασης, κλιματισμού, αδιάλειπτης παροχής 
ενέργειας.  
 Σημαντική επίπτωση σε μία εσωτερική εγκατάσταση είναι και οι βλάβες και 
δυσλειτουργίες του εξοπλισμού και του λογισμικού που έχουν άμεση συνέπεια την 
εμφάνιση χρόνου εκτός λειτουργίας των συστημάτων (down-time) και την απώλεια 
εσόδων (διαφυγόντα κέρδη) που μπορεί να φτάνουν τις 35.000€/ώρα (£27.000) στις 
ΜμΕ σύμφωνα με έρευνα της Gartner. Συγκεκριμένα σε datacenters που έχουν 
δημιουργηθεί και λειτουργούν για μεγάλο χρονικό διάστημα, ειδικά αν ο χρόνος αυτός 
υπερβαίνει το χρονικό όριο υποστήριξης από τον κατασκευαστή (διάρκεια καλής 
λειτουργίας - εγγύησης), τότε εμφανίζουν υψηλό ποσοστό εμφάνισης βλαβών με 
αποτέλεσμα μεγάλο down-time και τα διαφυγόντα κέρδη είναι αρκετά υψηλά [82]. 
 Στην περίπτωση των νέων επιχειρήσεων που πρόκειται να ξεκινήσουν την 
δραστηριότητα τους σήμερα, η έλλειψη κεφαλαίων από τους ιδιοκτήτες και η 
αδυναμία χρηματοδότησης από τα τραπεζικά ιδρύματα προδιαγράφει την επιλογή του 
Cloud ως την επικρατέστερη λύση [22]. 
 Στο Cloud ως κόστος χρήσης/κτήσης ορίζεται το χρηματικό αντίτιμο που 
απαιτείται για την μίσθωση των υπηρεσιών από τον πάροχο καθώς και το κόστος 
χρήσης των εφαρμογών που επιθυμεί η ΜμΕ να υιοθετήσει έχοντας ως μεγάλο 
πλεονέκτημα την πρόσβαση σε υψηλής τεχνολογίας και απόδοσης υλικοτεχνική 
υποδομή [18], [24]. 
 Σύμφωνα με έρευνα που πραγματοποιήθηκε για λογαριασμό της Ευρωπαϊκής 
Επιτροπής (European Commission) το όφελος λόγω της μείωσης του κόστους από την 
χρήση του Cloud Computing ανέρχεται σε 10-20% [83].  
Η κοστολογική ανάλυση που ακολουθεί σε επόμενο κεφάλαιο αποδεικνύει ότι το 
κόστος μιας καθολικής εγκατάστασης ενός datacenter εντός της επιχείρησης όπως 
αναμένεται είναι αρχικά υπερβολικά υψηλότερο από την αντίστοιχη υλοποίηση στο 
Cloud λόγω του αρχικού κεφαλαίου επένδυσης CAPEX [84]. 
Αντίθετα, αν παραλληλιστεί η μετάβαση στο Cloud, ως έννοια γενικότερα, με το 
outsourcing υπηρεσιών σε εξωτερικούς προμηθευτές από τις ΜμΕ, σύμφωνα με 
Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7
 Σελίδα  40 
 
έρευνες και μελέτες που έχουν πραγματοποιηθεί, το κόστος στο outsourcing ενδέχεται 
να είναι υψηλότερο από ότι στην εσωτερική εγκατάσταση με την πάροδο του χρόνου 
[85], [86].  
Συμπερασματικά, αποδεικνύεται βάσει των παραπάνω και ισχυροποιεί την 
άποψη, ότι το κόστος επιλέχθηκε ως βασικό κριτήριο λόγω της υψηλής προτεραιότητας 
που δίνεται και της μεγάλης βαρύτητας από τις επιχειρήσεις. Είναι δηλαδή ο 
πρωταρχικός επιχειρηματικός στόχος των ΜμΕ ειδικά κάτω από την πίεση που ασκεί η 




 Η έννοια της ασφάλειας των πληροφοριακών συστημάτων περιλαμβάνει τους 
τρεις βασικούς τομείς, την εμπιστευτικότητα, ακεραιότητα και διαθεσιμότητα. Στα 
ζητήματα που αφορούν την ασφάλεια στα περιβάλλοντα Cloud Computing υπάρχει 
μεγάλη ανησυχία στην ερευνητική και επιχειρηματική κοινότητα.[22], [18], [163], [164], 
[166], [19], [33], [34], [41], [39], [37], [87], [88]. Σύμφωνα με την βιβλιογραφία η 
διαχείριση της ασφάλειας των Cloud συστημάτων είναι το πλέον δύσκολο αντικείμενο 
μιας και οι υπόλοιπες διαχειριστικές διαδικασίες έχουν απλοποιηθεί και ως επί των 
πλείστων έχουν αυτοματοποιηθεί. Αξίζει να επισημανθεί ότι ανάλογα με το μοντέλο 
παρεχόμενης υπηρεσίας Cloud είναι διαφορετικά και τα προβλήματα ασφάλειας που 
εμφανίζονται [38], [39]. 
 Με δεδομένο ότι οι εφαρμογές και τα δεδομένα των ΜμΕ φιλοξενούνται από 
τους παρόχους, τα συστήματα των οποίων είναι εκτεθειμένα σε μη εξουσιοδοτημένους 
χρήστες, η ασφάλεια και γενικότερα η διαχείριση της ασφάλειας σε Cloud 
περιβάλλοντα πρέπει να είναι η πρώτη προτεραιότητα των ειδικών [163], [164]. Η 
ασφάλεια, λειτουργεί επίσης ανασταλτικά στην μετάβαση στο Cloud και ειδικότερα η 
έλλειψη εμπιστοσύνης (trust) που διακατέχει τις ΜμΕ αναφορικά με το Cloud [167], 
[17], [165], [166].  
 Ένας ανασταλτικός παράγοντας στο ζήτημα της ενίσχυσης της εμπιστοσύνης 
των ΜμΕ στο Cloud είναι και το γεγονός ότι ο Δημόσιος τομέας στην Ελλάδα δεν έχει 
προχωρήσει στην υιοθέτηση του Cloud μέχρι σήμερα [65]. 
 Σημαντική έρευνα απέδειξε ότι μόλις ένα ποσοστό περίπου 16% από τις 975.000 
ΜμΕ που υπάρχουν στην Γερμανία έχουν κάνει την μετάβαση και χρησιμοποιούν το 
Cloud. Παράγοντες που έχουν να κάνουν με την ασφάλεια, την εμπιστοσύνη και την 
αβεβαιότητα του μελλοντικού τεχνολογικού γίγνεσθαι περιορίζουν την επιλογή του 
Cloud από τις υπόλοιπες [166]. Φυσικά, στις Γερμανικές σε αντίθεση με τις Ελληνικές 
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ΜμΕ, δεν υπάρχουν οι ίδιες πιέσεις για περιορισμό του κόστους λειτουργίας των 
datacenters, ή, δίνεται βαρύτητα σε άλλους επιχειρηματικούς στόχους, όμως η 
απουσία αίσθησης της ασφάλειας είναι η σημαντικότερη εκ των παραγόντων και είναι 
αυτή που τελικά επηρεάζει την επιλογή. Σε άλλη έρευνα, σε ΜμΕ στην Γερμανία, 
παρουσιάζεται αύξηση στα ποσοστά αυτών που επιθυμούν το Cloud από 28% το 2011, 
στο 35% το 2012, αλλά παρουσιάζεται εξίσου αύξηση αυτών που δεν επιθυμούν να 
υιοθετήσουν το Cloud από 38% το 2011, στο 44% το 2012 [17].  
 Το 2013 πραγματοποιήθηκε έρευνα από την Internap - ενός από τους 
μεγαλύτερους παρόχους Cloud υπηρεσιών στις ΗΠΑ - με δείγμα 234 ειδικών του 
κλάδου της Πληροφορικής στις Η.Π.Α.. Το 50% αυτών προέρχονταν από ΜμΕ και 
ανέδειξαν την ασφάλεια ως πρωταρχικό λόγο απόρριψης του Cloud [16]. Ενώ σε 
έρευνες που πραγματοποιήθηκαν στο Ηνωμένο Βασίλειο έδειξαν ότι η μεγαλύτερη 
ανησυχία ως προς την πιθανή μετάβαση στο Cloud είναι η ασφάλεια και η πιθανότητα 
αποκλεισμού τους από τα δεδομένα τους, ειδικά σε μοντέλα SaaS [22]. 
 Στην τελευταία στατιστική αναφορά της, η σχετική με την ασφάλεια στο Cloud 
εταιρία Alert Logic που δραστηριοποιείται ως πάροχος υπηρεσιών Ασφάλειας κατά 
Απαίτηση (Security as a Service, SECaaS) στις Η.Π.Α., παρουσίασε το 44% των 2200 
πελατών της με συστήματα Cloud να δέχτηκαν επιθέσεις [89]. 
 Στον αντίποδα, σε έρευνα της εταιρίας CISCO το 2012 με το ερώτημα «Ποια 
είναι η πιο κρίσιμη υποδομή για την ανάπτυξη του Cloud Computing», απάντησαν 1300 
ειδικοί από 13 διαφορετικές χώρες και ανάδειξαν το δίκτυο και την αδυναμία 
διαθεσιμότητας των δεδομένων ως την πιο κρίσιμη [8]. Τον Σεπτέμβριο του 2015, μετά 
από συντονισμένη ηλεκτρονική επίθεση σε δρομολογητές (routers) της εταιρίας Cisco 
ένα μεγάλο πλήθος επιχειρήσεων και κυβερνητικών οργανισμών να αντιμετωπίσουν 
προβλήματα συνδεσιμότητας-προσβασιμότητας [7].    
 
Εικόνα 10: Κρίσιμες υποδομές στο Cloud [8] 
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 Σύμφωνα επίσης με την Cisco οι συνηθέστερα χρησιμοποιούμενες εφαρμογές 
των ΜμΕ στην περίπτωση που μεταφερθούν στο Cloud, δεν απαιτούν υψηλής 
ταχύτητας συνδέσεις με το διαδίκτυο και έχουν ανοχή στις καθυστερήσεις στο δίκτυο 
[90]. Σχετικός πίνακας απαιτήσεων παρατίθεται παρακάτω: 
Εφαρμογή Download Upload Latency 
Email Χαμηλή Χαμηλή Μέτρια 
VoIP Χαμηλή Χαμηλή Μέτρια 
ERP/CRM Μέτρια Χαμηλή Μέτρια 
Εφαρμογές γραφείου Μέτρια Μέτρια Χαμηλή 
Διαχείριση στόλου οχημάτων Χαμηλή Χαμηλή Χαμηλή 
Πίνακας 4: Απαιτήσεις εφαρμογών 
 Η Υπηρεσία Αντιμετώπισης Περιστατικών Ασφαλείας των Η.Π.Α (United States 
Computer Emergency Readiness Team, US-CERT) σε μελέτη που δημοσίευσε σχετικά με 
τους κινδύνους που θα αντιμετωπίσουν οι χρήστες επαγγελματικών εφαρμογών στο 
Cloud αναδεικνύει θέματα όπως την απουσία ολοκληρωτικού ελέγχου στην υποδομή 
του παρόχου, την πιθανότητα της αδυναμίας αλλαγής παρόχου, το γεγονός ότι τα 
δεδομένα σας θα προστατεύονται από άλλους (πάροχοι Cloud) ως τα κρισιμότερα. 
 Εξίσου σημαντικό πρόβλημα όμως είναι και το ενδεχόμενο τα δεδομένα να 
παραμείνουν κλειδωμένα σε περίπτωση εγκληματικής ενέργειας και έπειτα από 
κρατική εντολή διενέργειας έρευνας [34]. Ένα από τα πλεονεκτήματα του Cloud, η 
μεγάλη προσαρμοστικότητα του στις απαιτήσεις του πελάτη, η συνεχής δέσμευση και 
αποδέσμευση πόρων δηλαδή, σε περίπτωση εμφάνισης περιστατικού ασφάλειας 
λειτουργεί ως μειονέκτημα. Η δυναμικότητα αυτή μπορεί να εξαφανίσει τα 
ηλεκτρονικά ίχνη που αναζητούν οι αρμόδιες διωκτικές αρχές σε περίπτωση 
ηλεκτρονικής κακόβουλης ενέργειας. Συγκεκριμένα περιστατικά υπήρξαν στο παρελθόν 
με χαρακτηριστικότερο αυτό της εταιρίας Megaupload, όπου όλοι οι πελάτες της 
απώλεσαν την δυνατότητα πρόσβασης στα δεδομένα τους για μεγάλο χρονικό 
διάστημα. 
 Γενικότερα, η ασφάλεια, με την ευρύτερη έννοια της, όπως παρατηρείται από 
πλήθος ερευνών και μελετών, είναι ο βασικότερος λόγος που το Cloud αν και 
δημοφιλές στις ΜμΕ, δεν έχει την αντίστοιχη αποδοχή και ο βασικότερος παράγοντας 
που επηρεάζει την επιλογή των εφαρμογών που θα μεταφέρει μια επιχείρηση στο 
Cloud [160], [91]. Στην έρευνα των Hashizume et al [38] γίνεται ανάλυση των 
προβλημάτων ασφάλειας και παρουσιάζονται πολλά συγγράμματα που αναφέρουν 
ευπάθειες, απειλές, μηχανισμούς αντιμετώπισης, τα πρότυπα ασφάλειας, τα 
προβλήματα εμπιστοσύνης στο Cloud, την ασφάλεια των δεδομένων, τις απαιτήσεις 
ασφάλειας. Συνοπτικά, όπως περιγράφουν, ο αποθηκευτικός χώρος, το Virtualization 
και το δίκτυο του Cloud παρόχου είναι τα τρία πιο σημαντικά θέματα ασφάλειας για 
τους ερευνητές. 
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 Σημαντική παράμετρος κατά την επιλογή του παρόχου Cloud είναι το πόσο 
ασφαλή είναι τα συστήματα του ή καλύτερα, πόση σημασία δίνει ο πάροχος στα 
θέματα ασφάλειας [84]. Η απόκτηση πιστοποιητικών από διεθνής οργανισμούς 
σχετικούς με την ασφάλεια πληροφοριακών συστημάτων είναι σημαντικό προσόν για 
έναν πάροχο και ενισχύει την πίστη των πελατών τους προς αυτούς [1]. 
 Σύμφωνα με τον Ευρωπαϊκό Οργανισμό Ασφάλειας Πληροφοριακών 
Συστημάτων (European Network and Information Security Agency, ENISA) τα 
πιστοποιητικά ασφάλειας τα οποία δημιουργήθηκαν υπό την αιγίδα του European 
Cloud Strategy, ή εγκρίθηκαν από αυτή, για το Cloud Computing είναι τα παρακάτω (σε 
τυχαία σειρά) [92]:  
 Όπως μπορεί να παρατηρηθεί από τον πίνακα, τα περισσότερα πρότυπα 
εστιάζουν στις διαδικασίες, στον έλεγχο και στην ασφάλεια και απουσιάζουν πρότυπα 
για την διαλειτουργικότητα των συστημάτων των παρόχων, με σκοπό την μεταφορά και 
φορητότητα των δεδομένων και συστημάτων από τον ένα πάροχο στον άλλο και στόχο 
την εξάλειψη του φαινομένου data lock-in. Με την ύπαρξη ενός τέτοιου προτύπου και 
πιστοποιητικού τα στελέχη των ΜμΕ θα μπορούν εύκολα να διαπιστώσουν ποιων 
παρόχων τα συστήματα είναι συμβατά με τις απαιτήσεις τους και θα μπορούν να τους 
συγκρίνουν, ενώ ταυτόχρονα θα ενισχυθεί το αίσθημα ασφάλειας και εμπιστοσύνης. 
 Τα στελέχη των ΜμΕ, ακόμη και αυτοί που ασχολούνται με τα θέματα της 
τεχνολογίας, δεν κατανοούν τι αφορά το κάθε πρότυπο και πιστοποιητικό και πολύ 
περισσότερο να κρίνουν έναν πάροχο από αυτά. Για αυτό τον λόγο θα πρέπει η 
αναζήτηση του παρόχου και η απόφαση να γίνεται από ειδικούς του χώρου και η 
παραδοτέα μελέτη να είναι στοιχειοθετημένη με σαφήνεια και απλότητα. Παράλληλα, 
μέσω κρατικών πρωτοβουλιών θα πρέπει να διοργανωθούν σεμινάρια ή ημερίδες με 
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Πιστοποιητικό Περιγραφή 
OCF Level 2 
STAR Attestation 
 
Διαχειριστικός Οργανισμός είναι ο Cloud Security Alliance (CSA). Έχει διάρκεια ενός 
έτους και ενισχύει το προφίλ του παρόχου σχετικά με τους εσωτερικούς ελέγχους 
στις υπηρεσίες. Βασίζεται στο AICPA Trust Services Principles & Criteria και 
συμπεριλαμβάνει 5 βασικές αρχές και 7 κριτήρια [93]. 
Service Organization 
Control (SOC) 3 
 
Διαχειριστικός Οργανισμός είναι το AICPA (American Institute of Certified Public 
Accountants. Ενισχύει την εμπιστοσύνη μεταξύ παρόχου και πελάτη αναφορικά με 
την ασφάλεια των προσφερόμενων υπηρεσιών και ελέγχων. Συγκεκριμένα εστιάζει 
στην διαθεσιμότητα, την ακεραιότητα των συστημάτων που χρησιμοποιούνται από 
τον πάροχο καθώς και την εμπιστευτικότητα και ιδιωτικότητα των πληροφοριών 
[94]. 
OCF Level 1 
STAR Self Asessment 
Διαχειριστικός Οργανισμός είναι ο Cloud Security Alliance (CSA). Βασίζεται στα 
διεθνή πρότυπα ISO 27001:2013, COBIT 5.0, PCI:DSS v3 και πολλά άλλα. Αφορά την 
ασφάλεια των συστημάτων και των προσφερόμενων υπηρεσιών. Ανανεώνεται 
ετησίως. Στόχοι σχετικοί με την ασφάλεια του συγκεκριμένου πιστοποιητικού είναι 
i) Ασφάλεια του datacenter, ii) Ασφάλεια δεδομένων και διαχείριση κύκλου ζωής 
λογισμικού, iii) Κρυπτογράφηση και διαχείριση πιστοποιητικών ασφαλείας iv) 
Πιστοποίηση και διαχείριση πρόσβασης v) Ασφάλεια πρόσβασης και άλλα. 
Service Organizational 
Control (SOC) 1 
 
 
Διαχειριστικός Οργανισμός είναι ο AICPA (American Institute of Certified Public 
Accountants. Το SOC 1 δεν έχει την έννοια του  πιστοποιητικού. Αποδίδεται για μια 
χρονική στιγμή ή για μια χρονική περίοδο για να βεβαιώσει ότι υπάρχουν και 
ακολουθούνται ελεγκτικοί μηχανισμοί με στόχο την εγγύηση για παράδειγμα ότι οι 
αυτόματες διαδικασίες επεξεργασίας και εισαγωγής δεδομένων είναι ακριβείς. 
OCF Level 2 STAR 
Certification 
Διαχειριστικός Οργανισμός είναι ο Cloud Security Alliance (CSA). Βασίζεται στα 
διεθνή πρότυπα Cloud Controls Matrix και ISO/IEC 27001:2013. Υιοθετεί την 
προσέγγιση PLAN-DO-CHECK-ACT του ISO/IEC 27001:2013 δηλαδή σχεδίαση-
υλοποίηση-έλεγχος-ενέργεια. Η πιστοποίηση έχει διάρκεια 3 χρόνια και μέχρι 
στιγμής 92 πάροχοι Cloud την έχουν λάβει. Αφορά την ασφάλεια των Cloud 
συστημάτων με τομείς i) Ασφάλεια του datacenter, ii) Ασφάλεια δεδομένων και 
διαχείριση κύκλου ζωής λογισμικού, iii) Κρυπτογράφηση και διαχείριση 
πιστοποιητικών ασφαλείας iv) Πιστοποίηση και διαχείριση πρόσβασης v) Ασφάλεια 
πρόσβασης και άλλα.  
Security Rating Guide 
 
Οδηγός αξιολόγησης που βαθμολογεί την ασφάλεια των προσφερόμενων 
υπηρεσιών. Η χρήση του μπορεί να γίνει από τους πελάτες και από τους παρόχους 
και παράλληλα να συγκρίνει προσφερόμενες υπηρεσίες και παρόχους.  
Service Organization 
Control (SOC) 2 
 
Διαχειριστικός Οργανισμός είναι ο AICPA (American Institute of Certified Public 
Accountants). Οι απαιτήσεις του συγκεκριμένου πιστοποιητικού αφορούν ένα 
σύνολο από αρχές, υπηρεσίες και κριτήρια που ενισχύουν την εμπιστοσύνη όπως i) 
Ασφάλεια, ii) Διαθεσιμότητα, iii) Ακεραιότητα, iii) Εμπιστευτικότητα, iv) 
Ιδιωτικότητα, v) Διαχείριση vi) Επικοινωνία vii) Λογική και φυσική πρόσβαση και 
άλλα. Το πιστοποιητικό απονέμεται για μια χρονική στιγμή ή για μια χρονική 





Διαχειριστικός Οργανισμός είναι η εταιρία TUEV Rheinland. Αφορά στην διαχείριση 
του επιπέδου προσφερόμενων υπηρεσιών του παρόχου. Ορίζει ότι τα 
χαρακτηριστικά και τα όρια των υπηρεσιών πρέπει να είναι καταγεγραμμένα 
επαρκώς και με σαφήνεια για τον πελάτη και τον πάροχο. Παράλληλα ο πάροχος 
πρέπει να αποδεικνύει ότι αναπτύσσει ενεργά και λειτουργεί την υποδομή του με 
τρόπο που να εξασφαλίζει την καλή λειτουργία και ποιότητα των προσφερόμενων 
υπηρεσιών. Το πιστοποιητικό έχει ισχύ 3 χρόνια. Παράλληλα ελέγχει και 
χαρακτηριστικά ασφάλειας της υποδομής του παρόχου. 
EuroCloud Star Audit 
 
Διαχειριστικός Οργανισμός είναι ο European Cloud Security Alliance (ECSA). 
Βασίζεται μεταξύ άλλων στο ISO 27001, σε οδηγίες της ENISA, ITIL Library 3.0, C-SIG 
SLA και άλλα. Αφορά κυρίως πιστοποίηση σε θέματα ασφάλειας με ισχύ 2 χρόνια. 
Payment Card 
Industry Data Security 
Standard v3 
 
Διαχειριστικός Οργανισμός είναι ο Payment Card Industry Security Standards 
Council (PCI SSC). Αφορά κυρίως πιστοποίηση σε θέματα ασφάλειας για 
επιχειρήσεις που αποθηκεύουν και διαχειρίζονται δεδομένα πιστωτικών καρτών 
και ηλεκτρονικών πωλήσεων. Στόχος του είναι η μείωση και εξάλειψη του 
ηλεκτρονικού οικονομικού εγκλήματος ορίζοντας τεχνικές και διαχειριστικές 




Διαχειριστικός Οργανισμός είναι ο Διεθνής Οργανισμός Προτυποποίησης 
(International Organization  for Standarization). Η μεθοδολογία του είναι PLAN-DO-
CHECK-ACT δηλαδή σχεδίαση-υλοποίηση-έλεγχος-ενέργεια. Το ISO 27001 βοηθά τις 
επιχειρήσεις να διατηρούν τα δεδομένα τους με ασφάλεια και να οργανώσουν την 
ασφάλεια αυτών με διαδικασίες. Συγκεκριμένα, παρέχει τον τρόπο και τις 
διαδικασίες με τις οποίες, η επιχείρηση που το υιοθετεί και πιστοποιείται από 
αυτό, να διαχειριστεί με ασφάλεια τα προσωπικά ή ευαίσθητα δεδομένα της. 
Πίνακας 5: Πιστοποιητικά ασφάλειας 
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4.2.2.1 Εμπιστευτικότητα (Confidentiality) 
 Εμπιστευτικότητα (Confidentiality), αφορά στην προστασία από αποκάλυψη 
δεδομένων σε μη εξουσιοδοτημένους χρήστες. Συγκεκριμένα στο Cloud οι πιθανότητες 
να αποκαλυφθούν σε μη εξουσιοδοτημένους χρήστες είναι μεγαλύτερες από ότι σε ένα 
datacenter που βρίσκεται εντός της επιχείρησης λόγω του ότι πολλοί χρήστες 
διαμοιράζονται τους ίδιους πόρους (μνήμη, αποθηκευτικό χώρο, δικτυακές υποδομές) 
[163]. Παράλληλα, από προβλήματα που διαπιστώθηκαν με την πρόσβαση μη 
εξουσιοδοτημένων χρηστών σε διεπαφές προγραμματισμού εφαρμογών (Application 
Programming Interfaces, API) η εμπιστευτικότητα και η ιδιωτικότητα (privacy) τείνουν 
να γίνουν οι πιο δύσκολες διαχειριστικές ανάγκες [163]. Αναφορικά με την 
ιδιωτικότητα των δεδομένων τα οποία αποθηκεύονται συνήθως σε άλλες Ευρωπαϊκές 
χώρες και ορισμένες φορές ακόμη και σε διαφορετικές ηπείρους, το ρίσκο είναι υψηλό. 
Αυτό τεκμαίρεται και από το γεγονός της διαφορετικής νομοθεσίας που διέπει τις 
Ευρωπαϊκές χώρες και πολύ περισσότερο τις χώρες εκτός Ευρωπαϊκής Ένωσης [163], 
[35], [164]. Το συνηθέστερο ερώτημα σε περίπτωση που υπάρξει παραβίαση της 
εμπιστευτικότητας και της ιδιωτικότητας είναι το ποιας χώρας το νομοθετικό πλαίσιο 
ισχύει, στην έδρα του πελάτη ή του παρόχου. Για παράδειγμα η Google διαθέτει 
datacenters στις Η.Π.Α. (9 διαφορετικά), στην Ασία (2 διαφορετικά) και στην Ευρώπη (4 
διαφορετικά). Αντίστοιχα η Microsoft διαθέτει στις Η.Π.Α. (15 διαφορετικά), στην 
Ευρώπη (6 διαφορετικά) και στην Ασία (13 διαφορετικά). Το ερώτημα που σίγουρα 




4.2.2.2 Ακεραιότητα (Integrity) 
 Ακεραιότητα (Integrity), αφορά στην προστασία από μη εξουσιοδοτημένη 
εισαγωγή, τροποποίηση, ή διαγραφή των δεδομένων. Γενικότερα, το πρόβλημα που 
εμφανίζεται είναι όταν στην περίπτωση προβλήματος, αλλοίωσης των δεδομένων, η 
συχνότερη απάντηση είναι ότι φταίει ο πάροχος, πράγμα που τελικά να μην ισχύει 
αλλά είναι δύσκολο να εντοπιστεί μιας και στο cloud η πρόσβαση στα δεδομένα γίνεται 
από πολλούς χρήστες [164]. Παράλληλα είναι δύσκολο, εάν όχι αδύνατο, για έναν 
πελάτη να ελέγξει τον πάροχο και να πιστοποιήσει ότι το πρόβλημα δημιουργήθηκε 
από χρήστη του και όχι από τα συστήματα του παρόχου. 
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4.2.2.3 Διαθεσιμότητα (Availability) 
 Διαθεσιμότητα (Availability), αφορά στην προστασία από αδυναμία διάθεσης 
των δεδομένων προς τους εξουσιοδοτημένους χρήστες. Με δεδομένο όμως ότι το 
Cloud στηρίζεται στην απρόσκοπτη πρόσβαση στο διαδίκτυο και από την πλευρά του 
πελάτη και από την πλευρά του παρόχου η έννοια της διαθεσιμότητας είναι σχετική 
[164].  
 Συνήθως οι πάροχοι του Cloud προσφέρουν τις υπηρεσίες τους με 
διαθεσιμότητα μεγαλύτερη του 99,90%. Οι συγκεκριμένοι χρόνοι μεταφράζονται σε 
απώλειες εσόδων για τις ΜμΕ ανάλογα με το μέγεθος τους. 
 
Διαθεσιμότητα (%) Downtime ανά έτος 
90 % (one nine) 36d 12h 34m 55.2s 
99 % (two nines) 3d 15h 39m 29.5s 
99.9 % (three nines) 8h 45m 57.0s 
99.95 % 4h 22m 58.5s 
99.99 % (four nines) 52m 35.7s 
99.999 % (five nines) 5m 15.6s 
99.9999 % (six nines) 31.6s 
Πίνακας 6: Αντιστοιχία ποσοστού διαθεσιμότητας και χρόνου [9] 
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 Σύμφωνα με τα στοιχεία του πίνακα [6], για αυξημένες ανάγκες υψηλής 
διαθεσιμότητας τότε, η ΜμΕ θα πρέπει να επιλέξει ένα SLA που προσφέρει την 
αντίστοιχη απόδοση συστήματος. Λόγω όμως της άμεσης σύνδεσης του ποσοστού της 
διαθεσιμότητας με το κόστος του Cloud, θα πρέπει η επιλογή να γίνεται πάντα 
υπολογίζοντας και το αντίστοιχο κόστος, για παράδειγμα, αν μια ΜμΕ έχει μεταφέρει 
σε Cloud πάροχο το λογισμικό πρόβλεψης προμηθειών (Forecasting) του οποίου η 
χρήση είναι σποραδική (ανά εβδομάδα) τότε θα πρέπει να επιλεχθεί χαμηλότερο 
ποσοστό διαθεσιμότητας, όπως για παράδειγμα αυτό που προσφέρεται με ποσοστό 
99%. Αντίστοιχα, αν αναλύεται η περίπτωση του κύριου Συστήματος Διαχείρισης 
Βάσεων Δεδομένων (ΣΔΒΔ) της ΜμΕ, τότε η διαθεσιμότητα πρέπει να είναι υψηλή και 
συγκεκριμένα με ποσοστό πάνω από 99,95%. Συμπερασματικά, η επιλογή της 
διαθεσιμότητας πρέπει να γίνεται ανάλογα των αναγκών με όσο το δυνατόν 
μεγαλύτερη ανάλυση των επιμέρους συστημάτων που θα εξυπηρετηθούν. 
Συμπερασματικά, η ασφάλεια γενικότερα, ως βασικό κριτήριο επιλέχθηκε λόγω 
της υψηλής σημαντικότητας και της βαρύτητας που δίνεται από τις επιχειρήσεις. 
Παράλληλα, θεωρείται πρωταρχικός επιχειρηματικός στόχος των ΜμΕ η διαφύλαξη των 
δεδομένων τους και τα δεδομένα των πελατών τους που στην περίπτωση παραβίασης 
ή απώλειας τους το αρνητικό αντίκτυπο θα είναι επιβαρυντικό σε πολλαπλούς τομείς, 




 Ο σημαντικότερος λόγος που επιλέγεται το Cloud από μια ΜμΕ είναι η 
πρόσβαση σε θεωρητικά άπειρη επεξεργαστική ισχύ, αποθηκευτικό χώρο, μνήμη και 
δικτυακή ταχύτητα [16], [22]. Αντίθετα σε ένα datacenter που βρίσκεται εντός της 
επιχείρησης οι πόροι του συστήματος είναι περιορισμένοι και γνωστοί από την αρχή. 
Στην περίπτωση όμως ανάπτυξης της επιχείρησης και εισαγωγής νέων χρηστών και 
νέων εφαρμογών τα όρια του συστήματος δοκιμάζονται καθημερινά και αυτό έχει ως 
αποτέλεσμα την μεγάλη πιθανότητα εμφάνισης βλαβών και down-time. Οι βλάβες με 
την σειρά τους επιβαρύνουν την επιχείρηση με κόστος λόγω της απώλειας χρημάτων, 
ειδικά όταν πρόκειται για datacenters που λειτουργούν πέραν του χρόνου εγγύησης 
καλής λειτουργίας. 
 Ένα σημαντικό χαρακτηριστικό που παρατηρείται κυρίως σε παραδοσιακές 
εγκαταστάσεις είναι το φαινόμενο της παρουσίασης ξαφνικών αιχμών ή αλλιώς η 
ξαφνική αίτηση υψηλού ποσοστού πόρων από τα πληροφοριακά συστήματα (bursty 
workloads). Σε αυτή την περίπτωση η επιλογή του Cloud είναι ιδανική μιας και μπορεί 
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να κλιμακώσει στο «άπειρο» την παροχή των πόρων ανάλογα των απαιτήσεων σε 
αντίθεση με τα παραδοσιακά συστήματα που έχουν πάντα ένα ανώτατο όριο [36]. 
 Αξιοσημείωτο είναι το γεγονός ότι στο Cloud ο χρόνος επαναφοράς μετά από 
βλάβη (Mean Time to Failure, MTTF) γίνεται σε λιγότερο χρόνο από ότι σε 
παραδοσιακές εγκαταστάσεις. Tο παράδοξο αυτό συμβαίνει διότι οι βλάβες στις 
εγκαταστάσεις των παρόχων Cloud είναι πολύ συχνές, πιο συχνές από ότι στις 
παραδοσιακές εγκαταστάσεις, αλλά, λόγω του πολύ μεγάλου πλεονασμού σε 
υλικοτεχνική υποδομή και την πολύ καλή διαχείριση των πόρων το φαινόμενο 
μετριάζεται [36]. Παράλληλα αν ελέγξουμε την συνάρτηση της πιθανότητας των 
βλαβών στο χρόνο P(t), παρατηρούμε ότι όσο το MTTF μειώνεται τόσο η πιθανότητα 
εμφάνισης βλάβης αυξάνεται: 
, όπου  
    
 
Σε απάντηση της πιθανής ερώτησης, γιατί το MTTF στο Cloud είναι μικρότερο, η 
απάντηση είναι ότι το συγκεκριμένο φαινόμενο μελετάται ευρέως από την 
επιστημονική κοινότητα και μέχρι στιγμής οι δύο επικρατέστεροι λόγοι για αυτό το 
φαινόμενο είναι α) στο Cloud η χρήση των πόρων είναι έντονη αλλά λόγω πλήθους 
περιορίζεται το φαινόμενο και β) η υλικοτεχνική υποδομή στις Cloud εγκαταστάσεις 
έχει ως χαρακτηριστικό κατασκευής το χαμηλό MTTF [36]. 
 Η υψηλή απόδοση και παράλληλα ο μικρός χρόνος βλαβών (down-time) που 
έχει ως αποτέλεσμα την συμπίεση των οικονομικών απωλειών, ωφελούν τις ΜμΕ και 
αποτελούν ισχυρό κίνητρο για μετάβαση στο Cloud.  
Συμπερασματικά, η απόδοση επιλέχθηκε ως τρίτο βασικό κριτήριο λόγω της 
υψηλής προτεραιότητας που δίνεται και της μεγάλης βαρύτητας από τις επιχειρήσεις. 
Η απόδοση των συστημάτων δηλαδή, θεωρείται ένας από τους πρωταρχικούς 
επιχειρηματικούς στόχους των ΜμΕ για να μπορέσουν να ενισχύσουν την θέση τους και 
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4.3 Μεθοδολογία επιλογής κριτηρίων  
 Στα χρόνια λειτουργίας των Cloud υπηρεσιών, υπήρξαν  σοβαρά περιστατικά 
ασφάλειας. Συγκεκριμένα, παρατίθενται ορισμένα που αφορούν στην παραβίαση μιας 
ή περισσοτέρων εκ των τριών βασικών εννοιών (εμπιστευτικότητα, ακεραιότητα και 
διαθεσιμότητα). 
• Το έτος 2014, σύμφωνα με αποτελέσματα έρευνας που διενήργησε η εταιρία 
CloudHarmony στα συστήματα πολλών παρόχων Cloud υπηρεσιών, αναφορικά 
με την διαθεσιμότητα των υπηρεσιών, βρέθηκαν ότι, η Cloud υπηρεσία 
Microsoft Azure είχε downtime 39.77 ώρες, η Rackspace 7,52 ώρες, η υπηρεσία 
Google Cloud Platform 4.46 ώρες και η Amazon AWS 2.41 ώρες [10] ανά έτος. 
• Περί τα τέλη Αυγούστου 2014 υπήρξε παραβίαση ασφαλείας λογαριασμών 
επωνύμων (καλλιτεχνών) στο iCloud, Apple Cloud (SaaS), με αποτέλεσμα την 
δημοσιοποίηση προσωπικών αρχείων των χρηστών [11]. 
• Το 2011 και το 2014 η Cloud υπηρεσία της Sony (Playstation) δέχθηκε 
διαδικτυακή επίθεση και βγήκε εκτός λειτουργίας. Παράλληλα διέρρευσαν τα 
προσωπικά στοιχεία χρηστών (όνομα χρήστη, κωδικοί ασφάλειας, στοιχεία 
πιστωτικών καρτών) καθώς και περίπου 100 Terabytes δεδομένων όπως αρχεία 
και κινηματογραφικές ταινίες [12]. 
•  Τον Ιούνιο του 2012 πάνω από δέκα (10) datacenters της Amazon και 
συγκεκριμένα αυτά που εξυπηρετούν τις υπηρεσίες Web Services (AWS), EC2 
και EBS στις Ανατολικές Η.Π.Α. βρέθηκαν εκτός λειτουργίας λόγω ηλεκτρικής 
καταιγίδας για αρκετές ημέρες με αποτέλεσμα η πρόσβαση στα δεδομένα και 
τις υπηρεσίες αυτές από τους πελάτες να μην είναι δυνατή [95]. 
• Τον Ιούλιο του 2012 και τον Ιούλιο του 2013, το πρόβλημα της προσθήκης ενός 
δευτερολέπτου (leap second) στα ατομικά ρολόγια, με τα οποία συγχρονίζουν 
όλοι οι εξυπηρετές (servers) και οι δρομολογητές (routers) παγκοσμίως, 
δημιούργησε αναστάτωση σε μεγάλους παρόχους Cloud υπηρεσιών όπως τις 
εταιρίες Reddit και Amazon, σε διαδικτυακές υπηρεσίες κοινωνικής δικτύωσης 
όπως το Facebook, Linkedin, αλλά και αεροπορικές εταιρίες όπως η Qantas και 
η Virgin Australia, με αποτέλεσμα μεγάλης διάρκειας downtime. Το πρόβλημα 
του leap second συνεχίζει να παρουσιάζεται, μιας και το φαινόμενο 
παρουσιάζεται συχνά λόγω της περιστροφής της γης [96], [97]. 
• Από το 2008 μέχρι και σήμερα, η υπηρεσία Google Gmail (SaaS) έχει βγει εκτός 
λειτουργίας πολλές φορές επηρεάζοντας εκατομμύρια χρήστες παγκοσμίως 
[13]. 
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• Τον Απρίλιο του 2011, μετά από διακοπή τροφοδοσίας, τέθηκε εκτός 
λειτουργίας το Vmware Cloud Foundry (PaaS). Το πρόβλημα αποκαταστάθηκε 
μετά από αρκετές ώρες αλλά την επόμενη μέρα, μετά από λάθος τεχνικού, νέο 
πρόβλημα είχε ως επακόλουθο την μη δυνατότητα σύνδεσης σε κρίσιμες 
υπηρεσίες όπως routers, firewalls, DNS. Το αποτέλεσμα ήταν η αδυναμία 
σύνδεσης των χρηστών σε όλες τις προσφερόμενες υπηρεσίες για πολλές ώρες 
[14]. 
• Αντίστοιχα το Cloud της Microsoft τέθηκε εκτός λειτουργίας πολλές φορές το 
2011 με αποτέλεσμα χρήστες και διαχειριστές να μην έχουν πρόσβαση στα 
δεδομένα τους [10]. 
• Σε έρευνα της British Telecom που διενεργήθηκε τον Ιούλιο του 2014 με δείγμα 
από 640 μεσαίες και μεγάλες επιχειρήσεις από όλο τον κόσμο, το 26% αυτών 
των επιχειρήσεων δήλωσαν ότι υπήρξε περιστατικό παραβίασης των 
δεδομένων-συστημάτων τους με υπευθυνότητα του παρόχου [98]. 
• Αντίστοιχα, στο Google Drive, το 2014 διορθώθηκε πρόβλημα ασφάλειας που 
ήταν ικανό να προσφέρει πρόσβαση σε μη διαμοιραζόμενα αρχεία [15]. 
• Τον Οκτώβριο του 2013, μετά από περιστατικό ασφάλειας, η Adobe 
ανακοίνωσε ότι hackers έκλεψαν περίπου 38 εκατομμύρια διαπιστευτήρια 
χρηστών καθώς και στοιχεία πιστωτικών καρτών (κρυπτογραφημένα) και 
πηγαίο κώδικα των λογισμικών της εταιρίας. 
• Τον Δεκέμβριο του 2014, ένα πρόβλημα στο σύστημα αποθήκευσης των Google 
Storage Services είχε σαν αποτέλεσμα την απώλεια δεδομένων χρηστών από 
την εφαρμογή του App Inventor (appinventor.mit.edu) [51]. 
• Toν Ιανουάριο του 2012, μετά από αίτημα της κυβέρνησης των Η.Π.Α. διεκόπη 
η πρόσβαση σε όλους τους εξυπηρετητές (servers) της εταιρίας Megaupload για 
την πραγματοποίηση έρευνας [99]. Αποτέλεσμα αυτού ήταν όλοι οι πελάτες της 
Cloud υπηρεσίας να απολέσουν την δυνατότητα πρόσβασης στα δεδομένα τους 
για μεγάλο χρονικό διάστημα. Τον Ιούνιο του 2013 η εταιρία LeaseWeb που 
μίσθωνε 630 servers στο MegaUpload διέγραψε χωρίς προειδοποίηση τα 
δεδομένα που βρίσκονταν σε αυτούς. 
• Το 2013 υπήρξε διακοπή λειτουργίας της χρηματιστηριακής υπηρεσίας Nasdaq 
για πάνω από 3 ώρες με αποτέλεσμα την παράλυση της χρηματιστηριακής 
αγοράς. Η διακοπή προκλήθηκε από πρόβλημα στο δίκτυο δεδομένων του 
datacenter [100].  
• Σύμφωνα με αναφορά της εταιρίας Verizon (εταιρία παροχής τεχνολογικών 
υπηρεσιών) το Φεβρουάριο του 2013 υπήρξαν περιστατικά υποβάθμισης της 
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ασφάλειας των Facebook, Twitter, Apple, Microsoft μέσω του iPhoneDevSDK.  
Το Μάρτιο του 2013, 50 εκατομμύρια χρήστες του Evernote υποχρεώθηκαν να 
αλλάξουν τον κωδικό ασφαλείας τους (password). Το Μάιο υπήρξαν αναφορές 
από την εταιρία QinetiQ και το Σώμα Μηχανικού του Στρατού των Η.Π.Α. για 
διαδικτυακή κατασκοπία. Επίσης hackers, πήραν τον έλεγχο των λογαριασμών 
στο Twitter της εφημερίδας The Guardian και The Financial Times και αρκετά 
ακόμη περιστατικά καταγράφηκαν μόνο για το έτος 2013 [101].   
• Το 2014 υπήρξε μη εξουσιοδοτημένη πρόσβαση σε βάση δεδομένων που 
διατηρεί η εταιρία EBay Inc με αποτέλεσμα να διαρρεύσουν στοιχεία χρηστών 
[151]. 
• Στις 21 Σεπτεμβρίου 2015 σταμάτησε να λειτουργεί το Skype για πολλές ώρες. 
Θα πρέπει να αναφερθεί ότι η συγκεκριμένη υπηρεσία λειτουργεί στην Cloud 
υποδομή Azure της εταιρίας Microsoft [62], [63]. 
• Τον Αύγουστο του 2012 παραβίαση των δεδομένων της υπέστη η γνωστή 
υπηρεσία Dropbox με αποτέλεσμα την απώλεια 60 και πλέον εκατομμυρίων 
στοιχείων διαπιστευτηρίων χρηστών επί συνόλου 500 εκατομμυρίων[172] και 
την υποχρέωση των υπολοίπων να αλλάξουν τους κωδικούς τους. 
• To 2014 υπήρξε παραβίαση ασφαλείας στα συστήματα της ΥΑΗΟΟ με 
αποτέλεσμα την απώλεια περίπου 500 εκατομμυρίων στοιχείων 
διαπιστευτηρίων χρηστών [176]. 
 Ειδική μνεία γίνεται από το World Economic Forum στην αναφορά του 2015 για 
τους παγκόσμιους κινδύνους, από το υψηλό ρίσκο και τις αυξημένες πιθανότητες 
παραβίασης που αντιμετωπίζουν πλέον οι εγκαταστάσεις Cloud από τις εξελιγμένες 
κυβερνο-επιθέσεις (cyber attacks). Συνάμα, τονίζεται το γεγονός ότι πολλές 
διαδικτυακές εφαρμογές και ιστοσελίδες παγκοσμίως στηρίζονται σε Cloud παρόχους 
όπως το Amazon, που έχει βιώσει μεγάλες διακοπές λειτουργίας κατά τα τελευταία έτη 
[153].  
 Πέραν των προαναφερόμενων περιστατικών ασφάλειας, σε νέα έρευνα της 
στατιστικής υπηρεσίας της Ευρωπαϊκής Επιτροπής, παρουσιάζονται στοιχεία χρήσης 
του Cloud από τις επιχειρήσεις της Ευρώπης των 28 Κρατών Μελών με αξιόλογα 
συμπεράσματα. Ο μέσος όρος χρήσης υπηρεσιών Cloud ανέρχεται στο 18% για τις ΜμΕ 
στην Ευρώπη των 28, ενώ στην Ελλάδα το ποσοστό χρήσης είναι 8% τοποθετώντας την 
στις τελευταίες θέσεις της κατάταξης [102]. Επιπλέον, αναδεικνύεται ο κίνδυνος 
παραβίασης της ασφάλειας ως το πλέον βασικό πρόβλημα στην ανάπτυξη του Cloud με 
δεύτερο, την ασάφεια σχετικά με την νομική δικαιοδοσία-αρμοδιότητα όπως 
παρουσιάζεται στην εικόνα παρακάτω. Τέλος, σημαντικός παράγοντας είναι και η 
έλλειψη γνώσης σε θέματα του Cloud. 
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 Σε άλλη έρευνα του Ponemon Institute για λογαριασμό της εταιρίας Netskope 
(εταιρία ανάλυσης Cloud υπηρεσιών), παρουσιάζεται η πιθανότητα εμφάνισης 
περιστατικού ασφάλειας στο Cloud αυξημένη κατά 126% σε σχέση με την εσωτερική 
εγκατάσταση [154]. 
 
Εικόνα 12: Παράγοντες που επηρεάζουν την υιοθέτηση του Cloud [102] 
 Με δεδομένα τα προβλήματα ασφάλειας που παρουσιάζει το Cloud Computing 
και ειδικά οι λύσεις που βασίζονται στο οικονομικό μοντέλο ανάπτυξης Public Cloud (σε 
σύγκριση με το Hybrid Cloud ή το Private Cloud) και την αδυναμία των SLAs να την 
ενισχύσουν στον τομέα της εμπιστοσύνης όπως παρουσιάζονται πιο πάνω, θεωρήθηκε 
στα πλαίσια της εργασίας, ότι στο Cloud δεν μπορεί να επιτευχθεί επίπεδο ασφάλειας 
ικανοποιητικό για να φιλοξενήσει κρίσιμες εφαρμογές μιας ΜμΕ χωρίς την ταυτόχρονη, 
σημαντική αύξηση του κόστους χρήσης [103], [154].  
 Παρόλα τα πιστοποιητικά και τις διαδικασίες ελέγχου και τα SLAs που έχουν 
υιοθετηθεί από τους παρόχους Cloud υπηρεσιών, κάτι που προκαλεί εντύπωση είναι το 
γεγονός της προσφοράς ανταμοιβής (ηθικής ή υλικής) σε όποιον χρήστη βρει και 
κοινοποιήσει στον πάροχο κάποιο πρόβλημα ασφάλειας [157]. Υπάρχει δηλαδή 
αντίφαση μεταξύ της προσφοράς μιας διαφημιζόμενης υπηρεσίας ως ασφαλή και 
ταυτόχρονα την έμμεση παραδοχή πιθανής δυσλειτουργίας αυτής. Σε ένα περιβάλλον 
περισσότερο προστατευμένο και περιορισμένο όπως σε μια εσωτερική εγκατάσταση 
ενός datacenter, που η πρόσβαση σε αυτό είναι μέσω τοπικού δικτύου (Local Area 
Network, LAN), κάτι τέτοιο θα ήταν αποδεκτό, όμως σε εγκαταστάσεις Cloud που είναι 
προσβάσιμες από όλο τον κόσμο μέσω διαδικτύου (Internet) αυτή η διαδικασία 
εγκυμονεί μεγαλύτερους κινδύνους. Φυσικά, πρέπει να αναφερθεί ότι η διαδικασία 
του συνεχούς ελέγχου και διόρθωσης των προβλημάτων ασφάλειας είναι μέρος του 
αποδεκτού μοντέλου PLAN, DO, CHECK, ACT (PDCA) ή αλλιώς "Deming Cycle",  το οποίο 
ενσωματώνεται στο ISO 27001 και ισχύει - χρησιμοποιείται κατά την διαχείριση της 
ασφάλειας πληροφοριακών συστημάτων [158], όμως, τον ρόλο του ελεγκτή τον έχουν 
πιστοποιημένοι φορείς, ειδικοί ασφάλειας και διενεργείται σε περιορισμένο 
περιβάλλον. 
  Σε αντίθεση με την ασφάλεια, θεωρείται υψηλότερη η απόδοση στην 
περίπτωση εγκατάστασης στο Cloud σε σχέση με τις εγκαταστάσεις εντός της ΜμΕ, με 
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την προϋπόθεση επιλογής σωστού μοντέλου υπηρεσιών. Αυτή η παραδοχή ενισχύεται 
από το γεγονός της δυνατότητας πρόσβασης σε υπερβολικά μεγάλο πλήθος πόρων 
(υπολογιστικών, αποθηκευτικών, δικτυακών) στο Cloud. Παράλληλα, υπάρχουν 
τεχνικές που ενισχύουν ακόμη περισσότερο την παραδοχή αυτή όπως η περίπτωση 
επιλογής πολλών μικρών σε επεξεργαστική ισχύ και αποθηκευτικούς πόρους εικονικών 
μηχανών και έξυπνη και γρήγορη διανομή των αιτημάτων σε αυτούς. Με τον τρόπο 
αυτό επιτυγχάνεται α) η υψηλή απόδοση και β) το χαμηλό κόστος υλοποίησης [104]. 
Εναλλακτική επιλογή είναι και η υλοποίηση Cloud λύσης με την μίσθωση διπλάσιου 
από το μέσο απαιτούμενο μέγεθος σε υπολογιστική ισχύ και αποθηκευτικό χώρο με 
παράλληλη ρήτρα την χρήση του επιπλέον μόνο κατά το ήμισυ του χρόνου και 
συγκεκριμένα κατά τις ώρες αιχμής. Σε αυτή την περίπτωση το κόστος παραμένει 
χαμηλό λόγω της περιορισμένης χρήσης των υψηλών πόρων, αλλά, στις συγκεκριμένες 
ώρες αιχμής υπάρχει αρκετή ισχύς και χωρητικότητα για να εξυπηρετήσουν την όποια 
ζήτηση. Ως παράδειγμα της αύξησης απόδοσης στο Cloud μπορεί να αναφερθεί η 
περίπτωση μετάβασης της ιστοσελίδας της Olympic Air σε Cloud πάροχο. Με την 
μετάβαση αυτή αυξήθηκε ο χρόνος ανάπτυξης και προβολής της νέας ιστοσελίδας της 
επιχείρησης. Παράλληλα η αύξηση της επισκεψιμότητας της ιστοσελίδας κατά 150% 
αντιμετωπίστηκε χωρίς πρόβλημα, δυναμικά, ενώ ελαχιστοποιήθηκε ο διαχειριστικός 
χρόνος και το downtime [105].  
 Στον τομέα ανάλυσης του κόστους, αποτελέσματα ερευνών δείχνουν την 
ελαχιστοποίηση του αρχικού κόστους κτήσης (CAPEX) αλλά και του κόστους 
συντήρησης-λειτουργίας (OPEX) σε βάθος πενταετίας [106]. Πρέπει όμως να 
διευκρινιστεί ότι, αν η ΜμΕ κινηθεί προς την κατεύθυνση του μοντέλου ανάπτυξης 
Private Cloud για να ενισχύσει την ασφάλεια, τότε το κόστος αυξάνει και το Cloud χάνει 
το πλεονέκτημα του χαμηλού κόστους και της χαμηλής πολυπλοκότητας [64]. 
Αποτελέσματα έρευνας της IDC αποδεικνύει ότι όπου έχει αυξηθεί η πολυπλοκότητα με 
χρήση κυρίως εικονικών μηχανών (Virtualization) ή Private Cloud, το προσωπικό 
δαπανά το 76,8% του παραγωγικού του χρόνου στην διαχείριση και συντήρηση του 
datacenter [23]. Αξίζει τέλος να σημειωθεί ότι, ορισμένοι Τραπεζικοί οργανισμοί, των 
οποίων τα οικονομικά μεγέθη είναι σαφέστατα πολύ μεγαλύτερα από αυτά των ΜμΕ, 
έχουν μεταφέρει υπηρεσίες τους στο Cloud, υιοθετώντας αποκλειστικά λύσεις Private 
Cloud για την αύξηση της ασφάλειας. Φυσικά, αν συγκριθεί το επιπλέον διαχειριστικό 
κόστος σε αυτήν την περίπτωση με το κόστος/ζημία που θα προκύψει από ένα 
περιστατικό ασφάλειας, κάνει την απόφαση για μετάβαση σε Private Cloud να φαντάζει 
ως μοναδική επιλογή [107], [108], [109].  
 Συμπερασματικά, στην περίπτωση των datacenters εντός των ΜμΕ μπορεί να 
υπάρξει ασφάλεια σε πολύ υψηλότερο επίπεδο σε σύγκριση με το Cloud και δεν 
υπάρχει και η έλλειψη εμπιστοσύνης προς τον πάροχο-συντηρητή, ενώ δεν μπορεί να 
επιτευχθεί υψηλή απόδοση χωρίς υψηλό κόστος στις εσωτερικές εγκαταστάσεις των 
datacenters. 
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 Τα παραπάνω συμπεράσματα περιγράφονται και αποτυπώνονται με σκοπό την 
ισχυροποίηση μιας πρωταρχικής μεθόδου επιλογής ή απόφασης η οποία ορίζεται από 
έναν κανόνα επιλογής δύο (2) κριτηρίων από τρία (3) (τρίλημμα). Ο κανόνας 
παρουσιάζεται γραφικά στην παρακάτω εικόνα όπου η κορυφή S αντιπροσωπεύει την 
ασφάλεια (Security), η κορυφή C το κόστος (Cost) και η κορυφή P την απόδοση 
(Performance).  
 
Εικόνα 13: Γραφική απεικόνιση του πρωταρχικού κανόνα 
 
Οι αντίστοιχες δυνατές επιλογές κανόνα αναλύονται στον παρακάτω πίνακα: 
1ο Κριτήριο 2ο Κριτήριο Απόφαση 
Ασφάλεια (Security, S) Απόδοση (Performance, P) (SP) - Εντός της επιχείρησης 
Ασφάλεια (Security, S) Κόστος (Cost, C) (SC) - Εντός της επιχείρησης 
Κόστος (Cost, C) Απόδοση (Performance, P) (CP) - Cloud 
Κόστος (Cost, C) Ασφάλεια (Security, S) (CS) - Εντός της επιχείρησης με 
virtualization ή Hybrid Cloud 
Απόδοση (Performance, P) Ασφάλεια (Security, S) (PS) - Εντός της επιχείρησης με 
virtualization ή Hybrid Cloud 
Απόδοση (Performance, P) Κόστος (Cost, C) (CP) - Cloud 
Πίνακας 7: Συνδυασμοί επιλογής κριτηρίων  
Σύμφωνα με αυτό τον κανόνα, αν το πρώτο επιλεγόμενο κριτήριο είναι η 
ασφάλεια, τότε το κόστος/ζημιά από ένα περιστατικό ασφάλειας έχει αποτιμηθεί, και 
για την επιχείρηση είναι πολύ υψηλό άρα απαγορευτικό. Στην προκειμένη περίπτωση η 
επιλογή μετάβασης στο Public Cloud δεν είναι η ενδεδειγμένη λύση και πρέπει να 
απορρίπτεται. 
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Στην περίπτωση που η ασφάλεια επιλέγεται ως δεύτερο κριτήριο, τότε υπάρχει 
α) η δυνατότητα εσωτερικής εγκατάστασης με χρήση virtualization για την επίτευξη 
οικονομίας λόγω χαμηλού CAPEX και β) η επιλογή μετάβασης στο Cloud μπορεί να 
επιτευχθεί μόνο με την υβριδική της υλοποίηση, δηλαδή με την μεταφορά ορισμένων, 
μη κρίσιμων υπηρεσιών. Ταυτόχρονα, οι κρίσιμες υπηρεσίες πρέπει να διατηρηθούν 
στο datacenter εντός της επιχείρησης [138].  Συνάμα, στην περίπτωση που η ΜμΕ 
επιθυμεί, παρ’ όλες τις επιφυλάξεις λόγω ασφάλειας, να μεταβεί στο Cloud με 
ταυτόχρονη χρήση επιπλέον τεχνικών ασφάλισης της επικοινωνίας και των δεδομένων 
όπως εικονικά δίκτυα (VPN), κρυπτογράφηση δεδομένων και επικοινωνίας, τότε το 
κόστος αυξάνεται λόγω α) της χρέωσης αυτών ακριβώς των τεχνικών, β) λόγω της 
αύξησης του διαχειριστικού κόστους και γ) λόγω της ανάγκης για παροχή καλύτερης 
και πληρέστερης εκπαίδευσης των χρηστών της σε θέματα ασφάλειας αλλά και χρήσης 
πολύπλοκων τεχνικών ασφάλειας. Δηλαδή, η αύξηση της ασφάλειας στο Cloud έχει ως 
αποτέλεσμα την ελαχιστοποίηση ή την εξαφάνιση των πλεονεκτημάτων του, όπως 
αυτό του χαμηλού κόστους και της χαμηλής απαίτησης σε διαχειριστικό κόστος [110], 
[111], [112] [90].   
Αντίθετα, αν ο στόχος της επιχείρησης είναι η μείωση του κόστους και η μεγάλη 
απόδοση, με οποιαδήποτε σειρά, τότε η λύση του Cloud είναι ενδεδειγμένη και θα 
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Η διαχείριση έργων γενικότερα, είναι ένα ξεχωριστό γνωστικό επιστημονικό 
αντικείμενο με χαρακτηριστικά μαθηματικά μοντέλα χρονοπρογραμματισμού των 
δραστηριοτήτων τις μεθόδους PERT και CPM.  
Η διαχείριση έργων που αφορούν τα πληροφοριακά συστήματα είναι 
πολύπλοκα με αυξημένες απαιτήσεις, διότι, στις περισσότερες των περιπτώσεων εκτός 
από τα τεχνικά ζητήματα, προκύπτουν και θέματα αναδιοργάνωσης των διαδικασιών 
των φορέων - οργανισμών που θα τα υιοθετήσουν. 
 
Εικόνα 14: Τα βήματα διαχείρισης έργου [52] 
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Αν η διαδικασία μετάβασης των πληροφοριακών συστημάτων μιας ΜμΕ στο 
Cloud ή η δημιουργία datacenter εντός αυτής αντιμετωπιστεί ως πρόβλημα διοίκησης-
διαχείρισης ενός έργου, τότε θα πρέπει να ακολουθηθούν έξι (6) βήματα. Τα βήματα 
περιγράφονται στον παρακάτω πίνακα. 
ΒΗΜΑΤΑ 
1 
Προσδιορίζονται οι ανάγκες, στοιχειοθετείται η ιδέα του έργου, στην περίπτωση της εργασίας αυτής, 
η μετάβαση των υπολογιστικών συστημάτων της ΜμΕ στο Cloud. 
2 
Γίνεται η αναγνώριση του προβλήματος και ορίζονται οι στόχοι για την υλοποίηση. Ορίζονται τα 
αναμενόμενα οφέλη και τα κριτήρια επιτυχίας. 
3 
Διατυπώνεται ορθά το πρόβλημα που θα αντιμετωπιστεί και ορίζονται οι εμπλεκόμενοι (εσωτερικοί 
και εξωτερικοί). Γίνεται καθορισμός χρονοδιαγράμματος και τεχνικής λύσης. 
4 
Πραγματοποιείται έλεγχος κόστους. Προσοχή πρέπει να δοθεί στην αναζήτηση και αποτύπωση 
κρυφών επιβαρύνσεων. Στην περίπτωση της μετάβασης στο Cloud πρέπει να γίνει κοστολογική 
ανάλυση της εσωτερικής υποδομής και στη συνέχεια σύγκριση του με το κόστος των απαιτούμενων 
υπηρεσιών στο Cloud. 
5 Υλοποίηση της μετάβασης από τους εμπλεκόμενους. 
6 Αξιολόγηση και αξιοποίηση. 
Πίνακας 8: Βήματα διοίκησης έργου 
 Στο πρώτο βήμα γίνεται η στοιχειοθέτηση της ιδέας του έργου και δίνεται η 
αναλυτικότερη περιγραφή του. Στο δεύτερο βήμα γίνεται η αναγνώριση του 
προβλήματος και ορίζονται οι στόχοι και οι ανάγκες για την υλοποίηση. Ορίζονται 
επίσης και τα αναμενόμενα οφέλη. Στα πλαίσια της εργασίας και συγκεκριμένα στο 
κεφάλαιο 4.3 ορίζεται ο πρωταρχικός κανόνας που πρέπει να χρησιμοποιηθεί κατά την 
φάση ανάλυσης από τις ΜμΕ. Με την χρήση του κανόνα η επιχείρηση μπορεί να ορίσει 
τους στόχους της, για παράδειγμα, χαμηλό κόστος και υψηλή απόδοση. Είναι λοιπόν 
εύκολα αντιληπτό ότι ο πρωταρχικός κανόνας πρέπει να χρησιμοποιηθεί κατά το 
δεύτερο βήμα της διοίκησης του έργου. Με αυτό τον τρόπο ενισχύεται η σύνδεση του 
πρωταρχικού κανόνα με τις μεθόδους σχεδιασμού και διοίκησης του έργου της 
μετάβασης υπηρεσιών στο Cloud.  
 Ο κανόνας σε αυτό το παράδειγμα μας ορίζει τις ανάγκες της υλοποίησης που 
είναι η μετάβαση στο Cloud και δημιουργήθηκε έχοντας ως πρότυπο τους τρεις 
παράγοντες επιτυχίας ενός έργου. Συνήθως, οι παράγοντες αυτοί είναι η απόδοση, το 
κόστος και ο χρόνος. Οι τρεις αυτοί παράγοντες, συχνά αναφέρονται ως τρίγωνο 
διαχείρισης έργου και κάθε κορυφή αντιπροσωπεύει και έναν περιορισμό. Για 
παράδειγμα, μια αλλαγή στο χρονοδιάγραμμα του έργου θα επιφέρει αλλαγή και στο 
κόστος του.  
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 Στο τέταρτο βήμα η κοστολογική ανάλυση που περιγράφεται σε επόμενες 
ενότητες, έχει ως στόχο την σύγκριση των οικονομικών δεδομένων εγκαταστάσεων 
datacenters εντός της επιχείρησης και στο Cloud. Η συγκεκριμένη διαδικασία είναι 
μεγάλης σημασίας και τα αποτελέσματα της θα δώσουν τα απαραίτητα στοιχεία για 
την λήψη της οριστικής απόφασης μετάβασης ή όχι στο Cloud [76], [138], [45]. 
 Στο πέμπτο και στο έκτο βήμα που αφορά την υλοποίηση της μετάβασης από 
τους εμπλεκόμενους καθώς και την αξιολόγηση και αξιοποίηση αναφέρεται το 8ο 
κεφάλαιο της εργασίας, όπου αναλύεται η διαδικασία αξιολόγησης και επιλογής του 
παρόχου, τα βήματα μετάβασης και τέλος η αξιοποίηση των διαθέσιμων υπηρεσιών. 
  
5.2 Κοστολογικοί Παράγοντες Εσωτερικής Εγκατάστασης 
Τα βασικά οικονομικά κριτήρια που λαμβάνονται υπόψη κατά την υλοποίηση 
και λειτουργία ενός datacenter παρουσιάζονται παρακάτω. Με τον αναλυτικό 
προσδιορισμό των διαφόρων κοστολογικών παραγόντων υπάρχει καλύτερη απεικόνιση 
και έλεγχος του προϋπολογιζόμενου μερικού και ολικού κόστους. Η κατηγοριοποίηση 
των παραγόντων πραγματοποιήθηκε με σκοπό τον πλήρη διαχωρισμό τους, τον 
καλύτερο έλεγχο και την μεγαλύτερη ανάλυση. 
 
5.2.1 Υλικά που Απαιτούνται 
 Για την εγκατάσταση ενός datacenter απαιτείται η αγορά υλικών που είτε έχουν 
άμεση σχέση αποκλειστικά με το υπολογιστικό σύστημα είτε με τα περιφερειακά του 
όπως γεννήτριες κ.α. Στον παρακάτω πίνακα αποτυπώνονται αναλυτικά τα υλικά που 
θα απαιτηθούν. Στις πολύ μικρές επιχειρήσεις, οι ανάγκες μπορεί να είναι μικρότερες ή 
πιο περιορισμένες, όμως για λόγους πληρότητας αναφέρονται όλα τα υλικά.  
ON-PREMISE 
ΥΛΙΚΑ 
Παράγοντας Κόστους Περιγραφή 
Υλικό πληροφοριακών συστημάτων Servers 
Αδιάλειπτης παροχής Ενέργειας UPS, γεννήτρια 
Υλικά τοποθέτησης Ικριώματα Racks 
Υλικά δικτυακής υποδομής Router, Firewalls, Switches, Patch panels 
Υλικά ασφάλειας Σύστημα ασφάλειας χώρου, πυρόσβεσης, 
ελεγχόμενης εισόδου 
Βοηθητικά συστήματα Backup server 
Υλικά δομημένης καλωδίωσης, τροφοδοσίας Ο απαιτούμενος εξοπλισμός  
Επιπλέον υλικά NAS, επιπλέον αποθηκευτικός χώρος 
Ψύξη, θέρμανση Κλιματιστικό 
Πίνακας 9: Υλικά εσωτερικής εγκατάστασης 
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5.2.2 Υπηρεσίες - Λογισμικό 
 Εκτός από τα υλικά, απαιτούνται και οι ανάλογες υπηρεσίες - λογισμικό, είτε 
αυτές είναι λειτουργικά συστήματα, είτε εκπαίδευση χρηστών. Στον παρακάτω πίνακα 
αναφέρονται αναλυτικά οι απαιτήσεις των υπηρεσιών - λογισμικών.   
ON-PREMISE 
ΥΠΗΡΕΣΙΕΣ – ΛΟΓΙΣΜΙΚΟ 
Παράγοντας Κόστους Περιγραφή 
Μελέτη εγκατάστασης, επικινδυνότητας Το κόστος μελέτης , σχεδιασμού, υλοποίησης, 
επικινδυνότητας του datacenter 
Λειτουργικό Το κόστος του λειτουργικού συστήματος 
Αρχική εκπαίδευση διαχειριστών Το κόστος εκπαίδευσης διαχειριστών 
(λειτουργία, συντήρηση του server) 
Λογισμικό, άδειες χρηστών Το κόστος κτήσης των ERP, CRM, DBMS, Mail, 
WMS, κλπ με τις άδειες των χρηστών  
Εγκατάσταση, παραμετροποίηση Το κόστος αρχικής εγκατάστασης – 
παραμετροποίησης του server και των 
λογισμικών 
Εγκατάσταση δομημένης καλωδίωση, 
τροφοδοσίας 
Το κόστος εγκατάστασης της δομημένης 
καλωδίωσης και του δικτύου παροχής 
ενέργειας.  
Παραμετροποίηση δικτυακού εξοπλισμού Το κόστος παραμετροποίησης των Router, 
Firewalls, Switches, VPN 
Εγκατάσταση συστημάτων ασφαλείας Το κόστος εγκατάστασης συστήματος 
συναγερμού και ελεγχόμενης εισόδου  
Εκπαίδευση χρηστών Το κόστος εκπαίδευσης των χρηστών σε όλες τις 
προσφερόμενες υπηρεσίες  
Πρόσβαση στο διαδίκτυο Το αρχικό κόστος  
Εγκατάσταση ψύξης, θέρμανσης Το κόστος εγκατάστασης του συστήματος 
ψύξης, θέρμανσης στο χώρο 
Λογισμικό προστασίας (Antivirus, Antimalware) Το κόστος κτήσης του antivirus του server. 
Μισθοδοσία υπαλλήλων Το κόστος της μισθοδοσίας των υπαλλήλων. 
Downtime Κόστος του downtime. 




 Η στέγαση ενός datacenter εντός της επιχείρησης απαιτεί χώρο κατάλληλα 
διαμορφωμένο, με ελεγχόμενη πρόσβαση και περιβαλλοντολογικές συνθήκες 
(θερμοκρασίας, υγρασίας, ηλεκτρομαγνητικού πεδίου). Ο αποκλειστικός αυτός χώρος 
απαιτεί κόστος για την απόκτηση του και την αρχική διαμόρφωση του. Παράλληλα, 
απαιτείται χώρος και για το προσωπικό πληροφορικής που θα είναι επιφορτισμένο με 
την υποστήριξη των υπηρεσιών που προσφέρει το datacenter αλλά και με την 
συντήρηση αυτού. Στον παρακάτω πίνακα παρουσιάζονται αυτά ακριβώς τα κριτήρια.  
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Παράγοντας Κόστους Περιγραφή 
Κόστος κτήσης βασικού χώρου Αρχικό κόστος κατασκευής, ενοικίασης, 
διαμόρφωσης του χώρου στέγασης του 
datacenter 
Κόστος κτήσης βοηθητικού χώρου Αρχικό κόστος κατασκευής, ενοικίασης, 
διαμόρφωσης του βοηθητικού χώρου 
(γεννήτρια) 
Κόστος κτήσης χώρου τμήματος πληροφορικής Αρχικό κόστος κατασκευής, ενοικίασης, 
διαμόρφωσης του χώρου 




5.2.4 Ετήσιο Κόστος Λειτουργίας 
 Εκτός από την αρχική επένδυση που απαιτείται για την εγκατάσταση του 
datacenter με όλα τα περιφερειακά που είναι απαραίτητα για την εύρυθμη λειτουργία 
του και τις υπηρεσίες-λογισμικό απαιτείται σημαντικό κόστος για την ετήσια 
συντήρηση του. Αναλυτικά, στον παρακάτω πίνακα περιγράφονται τα οικονομικά 
κριτήρια που επιβαρύνουν την ΜμΕ.   
ON-PREMISE 
ΕΤΗΣΙΟ ΚΟΣΤΟΣ ΛΕΙΤΟΥΡΓΙΑΣ - ΠΛΕΟΝ ΤΟΥ 1ου ΕΤΟΥΣ 
Παράγοντας Κόστους Περιγραφή 
Συντήρηση server Ετήσιο κόστος συμβολαίου συντήρησης server 
Ενοικίαση χώρου datacenter Ετήσιο κόστος ενοικίασης χώρου datacenter 
Ενοικίαση βοηθητικού χώρου Ετήσιο κόστος ενοικίασης βοηθητικού χώρου 
Ενέργεια Ετήσιο ενεργειακό κόστος 
Συντήρηση δικτυακού εξοπλισμού Ετήσιο κόστος συμβολαίου συντήρησης 
δικτυακού εξοπλισμού 
Συντήρηση λογισμικών Ετήσιο κόστος συμβολαίου συντήρησης 
διαφόρων λογισμικών ERP, CRM, WRM 
Συνδρομή λογισμικών προστασίας (Antivirus, 
Antimalware) 
Ετήσιο κόστος συμβολαίου συντήρησης 
διαφόρων λογισμικών ασφαλείας (antivirus) 
Κόστος υπηρεσιών ασφαλείας του χώρου Ετήσιο κόστος συμβολαίου υπηρεσιών ασφαλείας 
(security) 
Μέσο κόστος αντικατάστασης υλικών (βλάβες 
υλικού) 
Ετήσιο κόστος αντικατάστασης υλικών (βλάβες) 
Μισθοδοσία υπάλληλων Πληροφορικής Ετήσιο κόστος υπαλλήλων 
Κόστος πρόσβασης στο διαδίκτυο Ετήσιο κόστος πρόσβασης στο διαδίκτυο 
Απώλειες εσόδων λόγω βλαβών Ετήσιες απώλειες εσόδων λόγω βλαβών 
(downtime) 
Πίνακας 12: Ετήσιο κόστος λειτουργίας, πέραν του πρώτου 
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 Διευκρινίζεται ότι, το ετήσιο κόστος λειτουργίας αναφέρεται στην βιβλιογραφία 
ως Operational Expenses (OPEX) ενώ τα υπόλοιπα ως Capital Expenses (CAPEX). 
Πέραν των παραπάνω παραγόντων, σε επόμενα κεφάλαια αναλύονται και άλλοι 
παράγοντες που είτε αυξάνουν, είτε μειώνουν το κόστος και δεν πρέπει να  
παραβλεφθούν. 
  
5.3 Κοστολογικοί Παράγοντες στο Cloud 
Αντίστοιχα, τα βασικά κριτήρια που επιβαρύνουν οικονομικά και λαμβάνονται 
υπόψη για την υλοποίηση στο Cloud παρουσιάζονται στον παρακάτω πίνακα ως 
λειτουργικά κόστη (OPEX). Πρέπει να τονιστεί η διαφοροποίηση των χρεώσεων 
ανάλογα το μοντέλο Cloud που θα επιλέξει η ΜμΕ. Για παράδειγμα, αν η επιχείρηση 
κάνει χρήση SaaS τότε δεν υπάρχει το κόστος της υπολογιστικής ισχύος, του 
αποθηκευτικού χώρου, των αντιγράφων ασφαλείας, των λογισμικών ασφαλείας αλλά 
μια ολοκληρωμένη τιμή για την υπηρεσία. Αντίθετα, οι χρεώσεις αυτές παραμένουν 
στην περίπτωση της επιλογής IaaS και την επιλογή δημιουργίας εικονικών μηχανών 
(virtual machines).  
 
5.3.1 Ετήσιο Κόστος Λειτουργίας 
Στην περίπτωση της επιλογής υλοποίησης στο Cloud, υπάρχουν ετήσιες 
επιβαρύνσεις που δεν υπάρχουν στην περίπτωση της εσωτερικής εγκατάστασης. 
Αντίθετα, δεν υπάρχουν τα κόστη που προέρχονται από τις ανάγκες αγοράς υποδομής.   
CLOUD 
ΕΤΗΣΙΟ ΚΟΣΤΟΣ ΛΕΙΤΟΥΡΓΙΑΣ 
Παράγοντας Κόστους Περιγραφή 
Μελέτη επικινδυνότητας Το κόστος μελέτης 
Υπολογιστική Ισχύς Το κόστος της λύσης που θα επιλεχθεί 
Αποθηκευτικός Χώρος Το κόστος της λύσης που θα επιλεχθεί 
Χρήση δικτύου (Bandwidth) Το κόστος της λύσης που θα επιλεχθεί 
Μισθοδοσία υπαλλήλων Πληροφορικής Το κόστος μισθοδοσίας (πιθανά πιο μικρό από on-
premise) 
Επιπλέον μέτρα ενίσχυσης ασφάλειας VPN, πιστοποιητικά ασφάλειας, 2 step 
authentication 
Αντίγραφα ασφαλείας Κόστος χώρου, μηχανισμού δημιουργίας 
Απώλειες εσόδων λόγω downtime, βάσει του SLA Ετήσιες απώλειες εσόδων λόγω βλαβών 
(downtime) 
Λογισμικό προστασίας (Antivirus, Antimalware) Ετήσιο κόστος ανανέωσης 
Downtime Κόστος του downtime. Υπολογίζεται βάσει των 
SLAs.  
Πίνακας 13: Ετήσιο κόστος λειτουργίας στο Cloud   
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5.3.2 Χώρος 
Αντίστοιχα, στο κόστος κτήσης χώρου, υπάρχει μόνο αυτό για τον χώρο του 
τμήματος πληροφορικής όπως παρουσιάζεται στον πίνακα. 
CLOUD 
ΧΩΡΟΣ 
Παράγοντας Κόστους Περιγραφή 
Κόστος κτήσης χώρου τμήματος πληροφορικής Αρχικό κόστος κατασκευής, ενοικίασης, 
διαμόρφωσης του χώρου 
Ετήσιο κόστος Ετήσιο κόστος διατήρησης του χώρου. 
Πίνακας 14: Απαιτήσεις χώρου στο Cloud 
 
 
5.3.3 Υπηρεσίες – Λογισμικό 
 Στο κόστος των υπηρεσιών – λογισμικού αναφέρονται όλες οι πιθανές χρεώσεις. 
Για παράδειγμα στην περίπτωση υιοθέτησης μοντέλου IaaS θα πρέπει να ληφθεί 
υπόψη το κόστος των λειτουργικών και διάφορων λογισμικών, ενώ στην περίπτωση 
SaaS το κόστος δεν περιλαμβάνει τα παραπάνω. 
CLOUD 
ΥΠΗΡΕΣΙΕΣ – ΛΟΓΙΣΜΙΚΟ 
Παράγοντας Κόστους Περιγραφή 
Μελέτη Το κόστος μελέτης , σχεδιασμού, υλοποίησης 
του datacenter 
Μελέτη επικινδυνότητας Το κόστος μελέτης 
Αρχική εκπαίδευση διαχειριστών Το κόστος εκπαίδευσης διαχειριστών 
(λειτουργία, συντήρηση του server) 
Κόστος λειτουργικών Το κόστος των λειτουργικών Windows. Linux 
(IaaS) 
Κόστος λογισμικών Το κόστος χρήσης των λογισμικών ERP, CRM, 
WRM (IaaS) 
Εγκατάσταση, παραμετροποίηση Το κόστος αρχικής εγκατάστασης – 
παραμετροποίησης του server και των 
λογισμικών 
Παραμετροποίηση δικτυακού εξοπλισμού Το κόστος παραμετροποίησης των Router, 
Firewalls, Switches, VPN εντός της επιχείρησης 
για αύξηση του επιπέδου της ασφάλειας 
Εκπαίδευση χρηστών Το κόστος εκπαίδευσης των χρηστών σε όλες τις 
προσφερόμενες υπηρεσίες  
Πρόσβαση στο διαδίκτυο Το αρχικό κόστος 
Downtime Κόστος του downtime. Υπολογίζεται βάσει των 
SLAs.  
Πίνακας 15: Απαιτήσεις υπηρεσιών, λογισμικού στο Cloud 
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5.3.4 Υλικά 
Η ανάλυση της υλικοτεχνικής υποδομής που απαιτούνται στην περίπτωση 
χρήσης του Cloud παρουσιάζονται στον παρακάτω πίνακα. Φυσικά, υπάρχει μεγάλη 
διαφοροποίηση με την λύση on-premise. 
CLOUD 
ΥΛΙΚΑ 
Παράγοντας Κόστους Περιγραφή 
Ενέργειας UPS για δικτυακό εξοπλισμό 
Υλικά τοποθέτησης δικτυακού εξοπλισμού Racks 
Υλικά δικτυακής υποδομής Router, Firewalls, Switches, Patch panels 
Υλικά δομημένης καλωδίωσης, τροφοδοσίας Ο απαιτούμενος εξοπλισμός  
Πίνακας 16: Απαιτήσεις υλικών στο Cloud 
Σύμφωνα με τα παρουσιαζόμενα δεδομένα θα γίνει η ανάλυση του κόστους 
μιας εσωτερικής εγκατάστασης αλλά και για την περίπτωση υλοποίησης στο Cloud. 
Πέραν των όποιων διαφοροποιήσεων έχουν επισημανθεί έως τώρα, μεγάλη προσοχή 
πρέπει να δοθεί στα επόμενα κεφάλαια αναφορικά με τους παράγοντες που δεν 
παρουσιάζονται στην βιβλιογραφία, αλλά έχουν μεγάλο αντίκτυπο στο κόστος όπως 




Στην λογιστική, απόσβεση (depreciation) είναι η διαδικασία σύμφωνα με την 
οποία επιμερίζονται και κατανέμονται κόστη τα οποία προκύπτουν κατά την διάρκεια 
χρήσης ενός παγίου περιουσιακού στοιχείου μέσα στο χρόνο. Τέτοια κόστη μπορεί να 
είναι η απαξίωση ενός ηλεκτρονικού υπολογιστή ή κάποιου λογισμικού.  
Παράλληλα, στόχος της επιχείρησης είναι η αύξηση της απόδοσης των παγίων 
της και πως τα πάγια της θα προσθέσουν αξία στο τελικό της προϊόν ή υπηρεσία που 
προσφέρει. 
Στην ελληνική νομοθεσία (Ελληνικά Λογιστικά Πρότυπα), η απόσβεση των 
ηλεκτρονικών υπολογιστών γίνεται σε ετήσια βάση από την στιγμή της αγοράς σε 
ποσοστό 20% ανά έτος [116]. Το ίδιο ποσοστό ισχύει και στα Διεθνή Πρότυπα 
Χρηματοοικονομικής Αναφοράς (International Financial Reporting Standards – IFRS), 
Διεθνή Λογιστικά Πρότυπα (International Accounting Standards – IAS) [117]. 
Δηλαδή, η πλήρης απαξίωση του ηλεκτρονικού υπολογιστή ή του server γίνεται 
σε διάστημα πέντε (5) ετών κάτι που συγκλίνει με τον μέγιστο ωφέλιμο χρόνο που 
παρουσιάζεται από σχετικές μελέτες. 
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Για τον υπολογισμό της απόσβεσης λαμβάνονται υπόψη τρία (3) 
χαρακτηριστικά: 
1. Η υπολειμματική αξία, που είναι η αξία του περιουσιακού στοιχείου στο 
τέλος της ωφέλιμης ζωής του. 
2. Το κόστος (κτήσης) του περιουσιακού στοιχείου. 
3. Η διάρκεια ωφέλιμης ζωής, συνήθως ορίζεται από σχετικούς πίνακες.  
 
Ετήσια ∆απάνηΑπόσβεσης= 20 (για τους Η /Υ )= Κόστος Κτήσης− Υπολειµµατική Αξία
∆ιάρκειαΩφέλιµης Ζωής  
 
Στην Ελλάδα η απόσβεση παγίων γίνεται με την μέθοδο της ευθείας γραμμής 
και ειδικά για τους ηλεκτρονικούς υπολογιστές και τους servers δεν υπολογίζεται 
καθόλου υπολειμματική αξία. Στην πραγματικότητα, αν η μεταπώληση του εξοπλισμού 
γίνει πριν την λήξη της διάρκειας ωφέλιμης ζωής τότε το όφελος κυμαίνεται ανάμεσα 
στο 20% έως 7% του αρχικού κόστους κτήσης [118], [119], [120], [121],  [122]. 
Στην περίπτωση της μεταπώλησης εξοπλισμού εκτός του οφέλους μέσω της 
επιστροφής χρημάτων στην επιχείρηση ενεδρεύουν και ζητήματα ασφάλειας. 
Σημαντικό ζήτημα εγείρεται με την πώληση αποθηκευτικών μέσων (σκληρών δίσκων) 
μιας και πρέπει να γίνει διαγραφή των δεδομένων. Λόγω όμως ειδικών τεχνικών 
ανάκτησης δεδομένων θα πρέπει να αποφεύγεται η πώληση τους και να οδηγούνται 
προς καταστροφή και ανακύκλωση [121], [123], [124]. 
Το πλεονέκτημα της απόσβεσης για την επιχείρηση παρουσιάζεται λόγω της 
εγγραφής του κόστους στα αποτελέσματα χρήσης και πιο συγκεκριμένα στις δαπάνες 
σε χρονικό ορίζοντα πενταετίας. Αυτονόητο είναι ότι όσο μεγαλύτερο αρχικό κόστος 
κτήσης έχει το περιουσιακό στοιχείο τόσο μεγαλύτερο θα είναι και το ποσό που θα 
εγγραφεί στα αποτελέσματα χρήσης κάθε χρόνο με αποτέλεσμα να εκπίπτει (έκπτωση) 
από την φορολόγηση λόγω δαπανών. Αναφορικά με τον υπολογισμό του Total Cost of 
Investment (TCO) στην περίπτωση της εσωτερικής εγκατάστασης του datacenter, 
προκύπτει όφελος που θα πρέπει να ληφθεί υπόψη. Για παράδειγμα, αν το κόστος 
κτήσης του εξοπλισμού ήταν 100.000€, για τα πρώτα πέντε (5) χρόνια λειτουργίας του 
datacenter θα υπάρχει εγγραφή στις αποσβέσεις παγίων 20.000€ ανά έτος. Αυτό 
μεταφράζεται σε κέρδος 5.200€ λόγω έκπτωσης από την άμεση φορολογία και 
προκύπτει όταν υπολογιστεί το 26% (φόρος επιχειρήσεων) των 20.000€ κάθε έτος.  
Σε ορίζοντα πενταετίας το όφελος από την απόσβεση του εξοπλισμού θα είναι:  
5 έτη x 5.200€ = 26.000€ 
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Το συγκεκριμένο ποσό που προκύπτει από τον υπολογισμό των ετήσιων 




5.5  Λοιποί Παράγοντες 
Εξίσου σημαντικοί παράγοντες στους υπολογισμούς του κόστους που μπορούν 
να ποσοτικοποιηθούν και να εισαχθούν στο οικονομικό μοντέλο επηρεάζοντας την 
λήψη της τελικής απόφασης προκύπτουν από την μελέτη του ωφέλιμου χρόνου 
λειτουργίας – χρήσης και το χρονικό διάστημα εγγύησης του ιδιόκτητου εξοπλισμού 
στην περίπτωση της on-premise εγκατάστασης. Σύμφωνα με έρευνες ο ωφέλιμος 
χρόνος ενός server κυμαίνεται από πέντε (3) έως πέντε (5) χρόνια [82], [125].  
Για τους σκοπούς της εργασίας ο ωφέλιμος χρόνος ενός server και γενικότερα 
του datacenter θα είναι πέντε (5) χρόνια, ίδιος δηλαδή με το χρόνο απόσβεσης. Πέραν 
των πέντε (5) ετών γίνεται η παραδοχή ότι υπάρχει επιβάρυνση κόστους που θα 
αναλυθεί και θα αποτυπωθεί. 
Από το 2008, λόγω της πίεσης που ασκεί η οικονομική κρίση, οι επιχειρήσεις δεν 
προχωρούν προληπτικά σε αντικατάσταση του datacenter, για την μείωση δαπανών 
(CAPEX) πριν από την εμφάνιση σοβαρών βλαβών που έχουν ως συνέπεια την 
απόσυρση. Παράλληλα, τα στελέχη πληροφορικής των επιχειρήσεων πρέπει να 
μειώσουν τα λειτουργικά έξοδα (OPEX) του datacenter τους. [46],[47] 
Συμπεράσματα ερευνών δείχνουν ότι οι ΜμΕ δαπανούν το 6,4% των εσόδων 
τους κάθε χρόνο για την επίλυση προβλημάτων της πληροφοριακής υποδομής τους 
[126], [127], [128], [129]. 
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Εικόνα 15: Δαπάνες επιχειρήσεων [53] 
Συνέπεια των παραπάνω είναι η λειτουργία παλαιών datacenters για πολλά 
χρόνια μετά την λήξη της προσφερόμενης εγγύησης του κατασκευαστή των υλικών από 
τα οποία συντίθεται αυτό και καθ’ υπέρβαση του ωφέλιμου χρόνου. Η στρατηγική 
όμως της αγοράς εγκατάστασης και διατήρησης επί μακρών ενός datacenter και των 
υποστηρικτικών του συστημάτων, όπως για παράδειγμα τα UPS, επιφέρει αύξηση των 
λειτουργικών κοστολογίων σύμφωνα με έρευνες [130], [131]. Στα πλαίσια της εργασίας 
και έχοντας σαν γνώμονα την Ελληνική πραγματικότητα, κάνουμε την παραδοχή ότι 
κάθε χρόνο πέραν των υπολοίπων λειτουργικών εξόδων, η επιβάρυνση λόγω της 
παλαιότητας του εξοπλισμού και της αύξησης των εργατοωρών του προσωπικού 
πληροφορικής των ΜμΕ, είναι της τάξης του 5% ανά έτος πέραν της πενταετίας. Για την 
ενίσχυση της παραδοχής αναφέρεται επίσης ότι, αν και υπάρχει αύξηση του πλήθους 
εμφάνισης βλαβών, μετά την αντικατάσταση του εξοπλισμού (ανταλλακτικό) η 
πιθανότητα να επαναληφθεί η ίδια βλάβη είναι υπερβολικά μικρή ενώ οι παλαιότερης 
τεχνολογίας εγκαταστάσεις καταναλώνουν περισσότερη ενέργεια από ότι οι νέες, 
τελευταίας τεχνολογίας. Η εν λόγω παραδοχή και το ποσοστό προέκυψε από την 
ανάλυση των στοιχείων που συλλέχθηκαν κατά την διενέργεια της έρευνας σε ΜμΕ στα 
πλαίσια της εργασίας. 
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Εικόνα 16: Αύξηση του κόστους χρήσης και συντήρησης [54] 
Σύμφωνα με έρευνες η αναβολή αντικατάστασης ενός server και η επιμήκυνση 
του χρόνου ζωής του από τα τρία (3) χρόνια στα πέντε (5) αυξάνει την πιθανότητα 
αποτυχίας και βλάβης κατά 85% και το downtime αυξάνεται κατά 21% [125],  [82], 
[132], [122], [133], [168] [44]. Όμοια με την περίπτωση αύξησης των λειτουργικών 
εξόδων και στην περίπτωση του downtime η αύξηση που θα υπολογίσουμε στο 
οικονομικό μας μοντέλο είναι της τάξης του 10% κάθε χρόνο μετά την πρώτη 
πενταετία.  
Η εν λόγω παραδοχή και το ποσοστό προέκυψε από την ανάλυση των στοιχείων 
που συλλέχθηκαν κατά την διενέργεια της έρευνας σε ΜμΕ στα πλαίσια της εργασίας. 
Σύμφωνα με τους μεγαλύτερους κατασκευαστές εμπορικών λογισμικών όπως η 
Microsoft, Red Hat, Suse Linux Enterprise και πολλών ακόμη ανοικτού κώδικα όπως 
Debian, Ubuntu, Centos ο βασικός κύκλος ζωής υποστήριξης των λογισμικών είναι 
περίπου πέντε (5) έτη ενώ η εκτεταμένη υποστήριξη είναι δέκα χρόνια με επιβάρυνση 
κόστους. 
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Microsoft Windows Server 
2003 R2 Standard x64 
Edition 
5/3/2006 13/7/2010 14/7/2015 
Windows Server 2008 R2 
Standard 
22/10/2009 13/1/2015 14/1/2020 
Windows Storage Server 
2012 R2 Standard 
25/11/2013 9/1/2018 10/1/2023 
Microsoft SQL Server 2005 
Enterprise Edition 
14/1/2006 12/4/2011 12/4/2016 
Microsoft SQL Server 2008 
R2 Enterprise 
20/7/2010 8/7/2014 9/7/2019 
Microsoft SQL Server 2012 
Enterprise 
20/5/2012 11/7/2017 12/7/2022 
The Red Hat Enterprise 
Linux 7 
10 Ιουνίου 2014 31 Ιουνίου 2024 Αδιευκρίνιστο 
The Red Hat Enterprise 
Linux 6 
10 Νοεμβρίου 2010 30 Νοεμβρίου 2020  Αδιευκρίνιστο 
The Red Hat Enterprise 
Linux 5 
14 Μαρτίου 2007 31 Μαρτίου 2017 Αδιευκρίνιστο 
Centos Linux 7 07 Ιουλίου 2014 31 Ιουνίου 2024 Αδιευκρίνιστο 
Centos Linux 6 10 Ιουλίου 2011 30 Νοεμβρίου 2020 Αδιευκρίνιστο 
Centos Linux 5 12 Απριλίου 2007 31 Μαρτίου 2017 Αδιευκρίνιστο 
Ubuntu Server LTS 14.04 17 Απριλίου 2014 Απρίλιος 2019 Αδιευκρίνιστο 
Ubuntu Server LTS 12.04 26 Απριλίου 2012 Απρίλιος 2017 Αδιευκρίνιστο 
Ubuntu Server LTS 10.04 29 Απριλίου 2010 Απρίλιος 2015 Αδιευκρίνιστο 
Debian Linux 8 25 Απριλίου 2015 Απρίλιος/Μάιος 2020 Αδιευκρίνιστο 
Debian Linux 7 04 Μαΐου 2013 Μάιος 2018 Αδιευκρίνιστο 
Debian Linux 6 06 Φεβρουαρίου 
2011 
Φεβρουάριος 2016 Αδιευκρίνιστο 
Suse Linux Enterprise 
Server 12 
27 Οκτωβρίου 2014 31 Οκτωβρίου 2027 Αδιευκρίνιστο 
Suse Linux Enterprise 
Server 11 
24 Μαρτίου 2009 31 Μάρτιου 2019 Αδιευκρίνιστο 
Suse Linux Enterprise 
Server 10 
17 Ιουνίου 2006 31 Ιουλίου 2013 Αδιευκρίνιστο 
Πίνακας 17: Κύκλος ζωής λειτουργικών - λογισμικών [55], [56], [57] 
Από την άλλη, ορισμένες εταιρίες προχωρούν σε αναβάθμιση των λογισμικών 
καθώς και των λειτουργικών που εκτελούνται στους εξυπηρετητές τους χωρίς 
ταυτόχρονα, να ανανεώνουν το υλικό τους. Σε αυτή την περίπτωση υπάρχουν συχνά 
προβλήματα ασυμβατότητας και παρατηρείται αύξηση του κόστους εργατικών και 
ταυτόχρονη αύξηση του downtime και των διαφυγόντων κερδών.  
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Εικόνα 17:  Κόστος συντήρησης - αξία του datacenter [58] 
Προτεινόμενη πρακτική για την εξοικονόμηση κεφαλαίων και λειτουργικών 
κοστολογίων είναι η τμηματική αντικατάσταση με νέο, καινούργιας τεχνολογίας 
εξοπλισμό και όχι η παραμονή σε παλαιά ενεργοβόρα συστήματα εκτός εγγύησης. 
Ταυτόχρονα ο επανασχεδιασμός της λειτουργίας του datacenter λαμβάνοντας υπόψη 
τον νέο εξοπλισμό και κάνοντας χρήση virtualization, θα λύσει πιθανά προβλήματα 
εξυπηρέτησης και θα ανακατανείμει το φόρτο εργασιών.  
Στο κεφάλαιο έξι (6), αποτυπώνονται οι συντελεστές αύξησης των λειτουργικών 
εξόδων καθώς και αυτών που αφορούν το downtime.  
 Ο έλεγχος των περιπτώσεων και τελικά η επιλογή της πλέον συμφέρουσας 
επιλογής από την πλευρά της ΜμΕ, θα προσδώσει στο μέγιστο τα πλεονεκτήματα που 
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Η ανάλυση της περίπτωσης για την μετάβαση στο Cloud ή, η δημιουργία 
datacenter στην επιχείρηση, θα πρέπει αντίστοιχα να ελεγχθούν και να συγκριθούν με 
την χρήση ενός αριθμητικού μοντέλου απόφασης [29], [30]. 
Υπάρχουν τρεις κατηγορίες αριθμητικών μοντέλων: 
• Μοντέλο που αναλύει το κόστος-όφελος (cost-benefit) 
• Μοντέλο που αναλύει το κόστος-αποτελεσματικότητα (cost-effectiveness) 
[178] 
• Πολύ-κριτηριακή ανάλυση. 
Στην περίπτωση ανάλυσης με το μοντέλο κόστους-οφέλους η τεχνική που 
ακολουθείται είναι η «Επιστροφή επένδυσης» (Return of Investment, ROI) ή αλλιώς 
«Μέσο Επιτόκιο Απόδοσης» (Average Rate of Return, ARR) που είναι απλή στην χρήση 
της αλλά υπάρχει μεγάλο ενδεχόμενο να οδηγηθεί ο αναλυτής σε λανθασμένες 
αποφάσεις και ταυτόχρονα παρουσιάζει το κέρδος ως μέσο όρο [155], [28]. Για 
παράδειγμα, κατά την ανάλυση μπορεί να υπάρχει ο ίδιος λόγος, αλλά, τα δύο 
αναλυόμενα έργα να διαφέρουν σε οφέλη και κόστη κατά πολύ. Επίσης, αυτή η 
μέθοδος δεν λαμβάνει υπόψη το κόστος χρήματος (πληθωρισμός, επιτόκια). Ο τύπος 
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Αντίστοιχα, στην περίπτωση της πολύ-κριτηριακής ανάλυσης, ορίζονται κριτήρια 
με βαθμό βαρύτητας σε κάθε ένα. Στην συνέχεια βαθμολογούνται τα κριτήρια και 
αθροίζονται τελικά τα κριτήρια που αντιστοιχούν σε κάθε περίπτωση. Η τελική επιλογή 
γίνεται βάση υψηλότερης βαθμολογίας. Το μειονέκτημα σε αυτή την μέθοδο είναι η 
δυσκολία ορισμού δεικτών βαρύτητας σε κάθε κριτήριο.  
Για τον έλεγχο κόστους αγοράς ενός datacenter, συνήθως, χρησιμοποιείται η 
οικονομική προσέγγιση TCO (Total Cost of Operation - Ownership) [113], [114], [155]. 
Στην διαδικασία υπολογισμού του TCO λαμβάνουμε υπόψη το κόστος αγοράς, το 
κόστος συντήρησης, το κόστος δανεισμού, το κόστος αναβάθμισης, το κόστος 
ανάπτυξης, το κόστος της ασφάλειας, τις αποσβέσεις, το κόστος απόσυρσης, το κόστος 
παροπλισμού. Στην παρακάτω εικόνα παρουσιάζεται ο τύπος υπολογισμού του TCO. 
 
Εικόνα 18: Μαθηματικός τύπος υπολογισμού TCO [155] 
Με τη μέθοδο ανάλυσης TCO, προσπαθούμε επίσης, να ποσοτικοποιήσουμε τις 
οικονομικές επιπτώσεις της ανάπτυξης ή δημιουργίας ενός προϊόντος τεχνολογίας 
πληροφοριών λαμβάνοντας υπόψη τον κύκλο ζωής του (ωφέλιμο χρόνο ζωής) [115]. 
Η μεθοδολογία που θα ακολουθηθεί στην εν λόγω εργασία στηρίζεται α) στον 
υπολογισμό και σύγκριση των TCO για on-premise και Cloud και β) στο μοντέλο 
κόστους-αποτελεσματικότητας και στην Καθαρή Παρούσα Αξία (Net Present Value - 
NPV) [135]. Τονίζεται ότι, το κύριο αριθμητικό μοντέλο είναι η Καθαρή Παρούσα Αξία, 
ενώ η παρουσίαση των TCO γίνεται για λόγους πληρότητας και σύγκρισης. 
Συγκρίνοντας τη μέθοδο TCO με την NPV προκύπτουν τα παρακάτω συμπεράσματα 
που παρουσιάζουν τις αδυναμίες της μεθόδου TCO έναντι της NPV [59], [60], [61], [25], 
[26], [27]: 
• Η μέθοδος TCO δεν λαμβάνει υπόψη τη διαχρονική αξία του χρήματος. 
• Η μέθοδος TCO απαιτεί μεγαλύτερη τεχνική κατανόηση των υπολογιστικών 
συστημάτων από τα στελέχη των επιχειρήσεων. 
• Η μέθοδος TCO απαιτεί την αποκάλυψη πληροφοριών από τους πωλητές των 
συστημάτων που συνήθως θεωρούνται εμπιστευτικές. 
• Η μέθοδος TCO δεν λαμβάνει υπόψη το δικαίωμα προαίρεσης σε πιο σύνθετα 
συστήματα. 
• Η μέθοδος TCO  ελέγχει μόνο τα κόστη κτήσης και καθόλου τα οφέλη. 
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Με την χρήση της NPV λαμβάνεται υπόψη η πραγματική αξία του χρήματος, ο 
πληθωρισμός, τα επιτόκια και τυχόν ανατιμήσεις δηλαδή το κόστος του κεφαλαίου 
(Cost of Capital - CAPEX). Συγκεκριμένα, το Βασικό Επιτόκιο Μεσομακροπρόθεσμων 
Χορηγήσεων των Ελληνικών Τραπεζών μαζί με τις επιπλέον χρεώσεις, αρχίζει από το 
7% και μπορεί να ξεπεράσει το 10% για αγορά επαγγελματικού εξοπλισμού. Αν για 
παράδειγμα τεθεί ως 10% το κόστος κεφαλαίου η αξία των €100.000 σήμερα, θα γίνει 
μετά από ένα έτος €90.000 (παρούσα αξία) ή αλλιώς ένα ευρώ σήμερα αξίζει 
περισσότερο από ένα στο μέλλον [136]. 
Παράλληλα, στα επόμενα κεφάλαια, γίνεται αναφορά όλων των κοστολογικών 
κριτηρίων που πρέπει να ληφθούν υπόψη για τον ορθό υπολογισμό του NPV. Στην 
ανάλυση των κριτηρίων-παραγόντων μεγάλη βαρύτητα θα υπάρξει και στον νεκρό 
χρόνο λόγω βλάβης που αντιμετωπίζουν τα συστήματα on-premise σε σύγκριση με τις 
υποσχόμενες αποδόσεις διαθεσιμότητας του SLA των παρόχων Cloud και πόσο αυτό 
μπορεί να επηρεάσει την απόφαση καθώς και στις αποσβέσεις που δεν αναφέρονται 
στην βιβλιογραφία και δεν υπολογίζονται στην περίπτωση on-premise εγκατάστασης. 
 
 
6.2 Καθαρή Παρούσα Αξία 
Τι είναι όμως το NPV ή αλλιώς Net Present Value (Καθαρή Παρούσα αξία);  
Καθαρή Παρούσα Αξία είναι το άθροισμα των παρουσών αξιών των εισερχομένων και 
εξερχόμενων ταμειακών ροών κατά τη διάρκεια μιας χρονικής περιόδου. Μετράει 
δηλαδή το πλεόνασμα ή την έλλειψη ταμειακών ροών, σε όρους παρούσας αξίας, σε 
σχέση με το κόστος κεφαλαίων που χρησιμοποιήθηκαν για μια επένδυση [175].  
Βασιζόμενοι στο μοντέλο κόστους-αποτελεσματικότητας και στην Καθαρή 
Παρούσα Αξία (Net Present Value - NPV) παρατίθεται ο παρακάτω τύπος, για την 
αγορά παγίου, που στην περίπτωση που εξετάζουμε είναι το datacenter μιας ΜμΕ 

























• PT - είναι το ετήσιο όφελος που προκύπτει από την αγορά του περιουσιακού 
στοιχείου ανά έτος. 
• PTC  – είναι το αναμενόμενο ετήσιο κόστος λειτουργίας κατά το έτος T 
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• ΙΚ – είναι το κόστος κεφαλαίου, εκφραζόμενο ως το επιτόκιο χρηματοδότησης 
για το κεφαλαίο αγοράς 
• Ν – είναι ο αναμενόμενος κύκλος ζωής του παγίου (ωφέλιμο χρόνο ζωής) 
• S – είναι η υπολειμματική αξία του παγίου μετά από Ν έτη 
• E – είναι το αρχικό κόστος κτήσης του παγίου  








Για παράδειγμα, αν το ΙΚ (κόστος κεφαλαίου – επιτόκιο χρηματοδότησης) είναι 
10% βάση του επιτοκίου χορηγήσεων, τότε ο Συντελεστής Προεξόφλησης (Σ.Π.) 
παρουσιάζεται στον παρακάτω πίνακα [136]: 
 
ΕΤΟΣ ΤΥΠΟΣ Σ.Π. ΕΤΟΣ ΤΥΠΟΣ Σ.Π. 
1 1)1.01(1. +=ΠΣ  0.9091 6 6)1.01(1. +=ΠΣ  0.5645 
2 2)1.01(1. +=ΠΣ  0.8264 7 7)1.01(1. +=ΠΣ  0.5132 
3 3)1.01(1. +=ΠΣ  0.7513 8 8)1.01(1. +=ΠΣ  0.4665 
4 4)1.01(1. +=ΠΣ  0.6830 9 9)1.01(1. +=ΠΣ  0.4241 
5 5)1.01(1. +=ΠΣ  0.6209 10 10)1.01(1. +=ΠΣ  0.3855 
Πίνακας 18: Συντελεστής προεξόφλησης για εσωτερική εγκατάσταση 
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Όπου: 
• LTC  – είναι το αναμενόμενο ετήσιο κόστος λειτουργίας κατά το έτος T 
• LT – είναι το κόστος μισθώματος κατά το έτος T 
• IR – είναι το επιτόκιο για την χρηματοδότηση του κόστους μισθωμάτων 
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Το επιτόκιο στην περίπτωση της Cloud υλοποίησης λογίζεται πάντα μικρότερο 
από αυτό της περίπτωσης αγοράς εξοπλισμού λόγω της υψηλής προβλεψιμότητας και 
της σταθερότητας κάθε δόσης (πληρωμή μηνιαίας ή ετήσιας συνδρομής χωρίς 
προσαυξήσεις ή έκτακτα έξοδα). Στα πλαίσια της εργασίας το επιτόκιο ορίζεται ως 8%. 
Αντίστοιχα, ο Συντελεστής Προεξόφλησης (Σ.Π.) βάση του επιτοκίου χορηγήσεων 
παρουσιάζεται στον παρακάτω πίνακα: 
ΕΤΟΣ ΤΥΠΟΣ Σ.Π. ΕΤΟΣ ΤΥΠΟΣ Σ.Π. 
1 1)08.01(1. +=ΠΣ  0.9259 6 6)08.01(1. +=ΠΣ  0.6302 
2 2)08.01(1. +=ΠΣ  0.8573 7 7)08.01(1. +=ΠΣ  0.5835 
3 3)08.01(1. +=ΠΣ  0.7938 8 8)08.01(1. +=ΠΣ  0.5403 
4 4)08.01(1. +=ΠΣ  0.7350 9 9)08.01(1. +=ΠΣ  0.5002 
5 5)08.01(1. +=ΠΣ  0.6806 10 10)08.01(1. +=ΠΣ  0.4632 
Πίνακας 19: Συντελεστής προεξόφλησης για εγκατάσταση στο Cloud 
 Κατά την διαδικασία ελέγχου με την χρήση των παραπάνω τύπων, το τελικό 
συμπέρασμα στο κρίσιμο ερώτημα αγοράς ή ενοικίασης, on-premise εγκατάσταση ή 
Cloud, προκύπτει από το αποτέλεσμα του ΔNPV. 
Το ΔNPV ορίζεται ως NPVP – NPVL όπου NPVP είναι η καθαρή παρούσα αξία στην 
περίπτωση on-premise εγκατάστασης και NPVL είναι αντίστοιχα η αξία στην περίπτωση 
του Cloud. 
Στους παραπάνω τύπους, το ετήσιο όφελος PT είναι το ίδιο και στις δύο 
περιπτώσεις, μιας και στην περίπτωση του Cloud και σε αυτή της on-premise 
εγκατάστασης, η παραγωγικότητα του συστήματος δεν διαφοροποιείται και γίνεται 
έλεγχος δύο όμοιων πληροφοριακών συστημάτων. Συμπληρωματικά, θα πρέπει να 
αναφερθεί η παραδοχή ότι και τα δύο συστήματα που συγκρίνονται είναι αντίστοιχων 
δυνατοτήτων, δηλαδή, εξυπηρετούν το ίδιο πλήθος χρηστών, την ίδια κίνηση στο 
δίκτυο με την ίδια απόδοση. 
Αν το αποτέλεσμα του τύπου ΔNPV = NPVP – NPVL είναι αρνητικό (< 0) τότε θα 
πρέπει να υιοθετηθεί η λύση του Cloud, αλλιώς αν είναι θετικό (>= 0) τότε η ΜμΕ θα 
πρέπει να προσανατολιστεί στην on-premise λύση.  Συγκεκριμένα, για όσο 
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περισσότερα χρόνια βρίσκεται το ΔNPV σε αρνητικές τιμές η λύση του Cloud είναι η 
πλέον συμφέρουσα. Στην περίπτωση που η καμπύλη του γραφήματος παρουσιάζει 
αύξηση και τελικά εισέρχεται σε θετικές τιμές μετά την πάροδο για παράδειγμα πέντε 
(5) ετών τότε θα πρέπει η ΜμΕ να εξετάσει την περίπτωση δημιουργίας datacenter 
εντός.    
 Λαμβάνοντας υπόψη την παραπάνω παραδοχή και αναπτύσσοντας τον τύπο 



















































































• PTC  –  Είναι το αναμενόμενο ετήσιο κόστος λειτουργίας κατά το έτος T 
• ΙΚ – Είναι το κόστος κεφαλαίου, εκφραζόμενο ως το επιτόκιο χρηματοδότησης 
για το κεφαλαίο αγοράς 
• Ν – Είναι ο αναμενόμενος κύκλος ζωής του παγίου (ωφέλιμο χρόνο ζωής), όπως 
προαναφέρθηκε, ο χρόνος ζωής ισούται με 5 έτη. 
• S – Είναι η υπολειμματική αξία του παγίου μετά από Ν έτη. Κάνουμε την 
παραδοχή ότι έως τα 5 έτη είναι ίσο με την υπολειμματική αξία του τύπου 
υπολογισμού αποσβέσεων. 
• E – Είναι το αρχικό κόστος κτήσης του παγίου 
• LTC  – Είναι το αναμενόμενο ετήσιο κόστος λειτουργίας του μισθώματος κατά το 
έτος T 
• LT – Είναι το κόστος μισθώματος κατά το έτος T 
• IR – Είναι το επιτόκιο για την χρηματοδότηση του κόστους μισθωμάτων 
Συμπληρωματικά, θα πρέπει να ληφθούν υπόψη, ανά έτος αναφοράς, οι 
αποσβέσεις και ο χρόνος εκτός λειτουργίας (downtime). Στον παρακάτω τύπο δεν 
λαμβάνεται υπόψη μόνο το αρχικό κόστος αλλά και το κόστος του νεκρού χρόνου 
(downtime) και το κόστος των αποσβέσεων. Αποτυπώνεται δηλαδή αυτή ακριβώς η 
Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7
 Σελίδα  76 
 
χρονική μεταβλητότητα του κόστους. Να σημειωθεί ότι γίνεται χρήση της μεθόδου 


































• DeCΤ – DeLΤ είναι οι αποσβέσεις (για έως και πέντε χρόνια με 5<=Τ<=1). Βάσει 
του ότι όταν NPV>0 τότε αγορά εξοπλισμού και λόγω του ότι οι αποσβέσεις 
αφαιρούν αξία από το CAPEX, το πρόσημο στο πρώτο κλάσμα είναι θετικό. 
Αντίστροφα, λόγω του ότι NPV<0 τότε ενοικίαση εξοπλισμού και λόγω του ότι οι 
αποσβέσεις αφαιρούν αξία από το OPEX της ενοικίασης το πρόσημο στο 
δεύτερο κλάσμα είναι αρνητικό. Αντιστρόφως ανάλογη είναι η περίπτωση με το 
κόστος του downtime.   
• DcCΤ – DcLΤ είναι το κόστος του χρόνου εκτός λειτουργίας (downtime) των 
συστημάτων. Σύμφωνα με τα στοιχεία που αναλύθηκαν στα πλαίσια της 
εργασίας από διάφορες ΜμΕ στην Ελλάδα αλλά και από άλλες έρευνες ο 
χρόνος downtime κυμαίνεται από 24 έως 27 ώρες ετησίως [140], [141], [142]. Ο 
υπολογισμός του κόστους αυτού του χρόνου είναι εξαιρετικά δύσκολο να 
βρεθεί και απαιτεί την εμπλοκή όλων των κοστολογικών παραμέτρων της ΜμΕ 
όπως τζίρος, εργατικό κόστος, πωλήσεις, αποσβέσεις, κλπ. Σύμφωνα με 
στοιχεία από έρευνα της Symantec το μέσο κόστος ανάλογα με το μέγεθος της 
ΜμΕ, κυμαίνεται από $3.000 - $23.000 ανά ημέρα [143], [144], [145]. Στα 
πλαίσια της εργασίας, η αποτίμηση του κόστους downtime ζητήθηκε από την 
κάθε εταιρία ξεχωριστά και όπως παρουσιάζεται σε επόμενο κεφάλαιο, το 
κόστος κυμαίνεται ανάλογα με το μέγεθος της επιχείρησης, περί τα 2.000€ στις 
μικρές και έως και 20.000€ στις μεσαίες επιχειρήσεις ανά ημέρα (24 ώρες). Στην 
περίπτωση του Cloud, ως downtime λογίζεται ο επιθυμητός χρόνος (ποσοστό) 
που συμφωνείτε μεταξύ παρόχου και πελάτη βάσει του SLA. Στην περίπτωση 
της Cloud υλοποίησης (SaaS και IaaS) τα SLA των παρόχων κυμαίνονται ανάλογα 
την υπηρεσία από 99,9% έως και 99,995%. Στα πλαίσια της εργασίας κάνουμε 
την παραδοχή ότι το ποσοστό διαθεσιμότητας είναι ίσο με 99,9%, δηλαδή 
υπάρχει ένα downtime περίπου 8 ωρών και 45 λεπτών ανά έτος. Στην 
περίπτωση της on-premise εγκατάστασης και για μετά το πέρας των πρώτων 
πέντε (5) ετών το κόστος του downtime παρουσιάζει αύξηση κατά 8% κάθε έτος 
λόγω παλαίωσης του εξοπλισμού, λήξης εγγύησης, ασυμβατότητας υλικού με 
λογισμικό. 
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• Ως S (υπολειμματική αξία του παγίου μετά από Ν έτη) κάνουμε την παραδοχή 
ότι έως τα 5 έτη είναι ίσο με την υπολειμματική αξία του τύπου υπολογισμού 
αποσβέσεων. Πέραν των 5 ετών και μέχρι τα 10 έτη η αξία θα είναι ίση με το 2% 
του αρχικού κόστους κτήσης σύμφωνα με εκτιμήσεις που πραγματοποιήθηκαν 
από τις ΜμΕ που ερωτήθηκαν στα πλαίσια της έρευνας. Η συγκεκριμένη 
προσαύξηση παρουσιάζεται παρακάτω στον τύπο που αφορά για χρονικό 
διάστημα μεγαλύτερο των πέντε (5) ετών. 
 Αντίστοιχα, όταν πρέπει να ελεγχθεί η περίπτωση για το χρονικό διάστημα από 
το έκτο (6) έτος έως και το δέκατο (10) τότε στον παραπάνω τύπο εισάγονται και οι 
πρόσθετες αυξήσεις αλλά μηδενίζονται οι όροι των αποσβέσεων DeCΤ και DeLΤ : 
• 8% του κόστους των downtime DcCΤ .  
• 5% στον όρο ετήσιου κόστους λειτουργίας στην εσωτερική εγκατάσταση 
P
TC . 
• 2% στο ετήσιο κόστος λειτουργίας στο Cloud LTC . 
• 2% στο κόστος μισθώματος στο Cloud LT . 















































 Στον παρακάτω πίνακα, παρουσιάζονται αναλυτικά τα κοστολογικά κριτήρια 
καθώς και η συμμετοχή τους στις περιπτώσεις εσωτερικής εγκατάστασης και σε Cloud 
λύσεις για την εύρεση του TCO. Σε αυτόν τον πίνακα βασίστηκε η έρευνα που 
πραγματοποιήθηκε στα πλαίσια της εργασίας για την  αναζήτηση στοιχείων από 
Ελληνικές ΜμΕ. Προσοχή πρέπει να δοθεί στο γεγονός ότι δεν μπορεί να απεικονιστεί η 
χρονική μεταβλητότητα του συνολικού κόστους για τα έτη πέραν του πρώτου όπως 
προαναφέρθηκε. Κατά την παρουσίαση της μελέτης των στοιχείων ΜμΕ σε επόμενο 
κεφάλαιο, πέραν από την αναγραφή του κόστους TCO, γίνεται προσέγγιση και 
υπολογισμός του συνολικού κόστους με την μέθοδο NPV, όπου αποτυπώνεται η 
χρονική μεταβλητότητα και συμπεριλαμβάνονται οι αποσβέσεις αλλά και οι πιθανές 
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Κόστος datacenter σε εσωτερική εγκατάσταση και στο Cloud  
1. Κόστος Εγκατάστασης Συστημάτων Εσωτερική 
Εγκατάσταση 
SaaS IaaS 
Κεντρικό πληροφοριακό σύστημα (Servers / VMs)    
Αδιάλειπτης παροχής Ενέργειας (UPS, γεννήτρια)    
Υλικά δικτυακής υποδομής (Router, Switches, Firewall)    
Ασφάλειας (Πυρόσβεσης, ελεγχόμενης εισόδου, Συναγερμός)    
Επιπλέον μέτρα ασφάλειας (VPN, Certificates, , Authentication, 
encryption) 
   
Βοηθητικά συστήματα (Backup, Replica Server, τηλε-ειδοποίησης)    
Δομημένη καλωδίωση    
Κλιματισμός    
Σύνολα    




Μελέτη εγκατάστασης, επικινδυνότητας    
Λειτουργικό    
Κόστος Λογισμικού ERP, CRM, DBMS, WMS (αρχικό & χρηστών)    
Εγκατάστασης, παραμετροποίησης Server    
Εγκατάστασης, παραμετροποίησης λογισμικών    
Εγκατάστασης, παραμετροποίησης δικτυακού εξοπλισμού    
Εκπαίδευση χρηστών, διαχειριστών    
Λογισμικό προστασίας (Antivirus)    
Πρόσβασης στο διαδίκτυο    
Μισθοδοσία υπαλλήλων    
Απώλειες εσόδων λόγω βλαβών (downtime)    
Σύνολο    




Χώρου datacenter    
Βοηθητικός χώρος (UPS, γεννήτρια, backup server)    
Χώρος στέγασης τμήματος πληροφορικής    
Σύνολο    




Ετήσιο κόστος ανανέωσης datacenter στο Cloud    
Συντήρησης, υποστήριξης datacenter    
Βοηθητικά συστήματα (Backup, Replica Server, τηλε-ειδοποίησης)    
Ενοικίασης χώρου datacenter    
Ενοικίασης βοηθητικού χώρου, τμήματος πληροφορικής    
Ενέργειας    
Συντήρησης δικτυακού εξοπλισμού    
Συντήρηση, ανανέωση λογισμικών    
Ανανέωση Antivirus    
Επιπλέον μέτρα ασφάλειας (VPN, Certificates, , Authentication, 
encryption) 
   
Υπηρεσιών ασφάλειας χώρων    
Πρόσβασης στο διαδίκτυο    
Χρήσης δικτύου    
Μισθοδοσία υπαλλήλων    
Απώλειες εσόδων λόγω βλαβών (downtime)    
Σύνολο    




Αρχικό κόστος εγκατάστασης (CAPEX) + OPEX 1ου έτους    
Λειτουργικό κόστος (OPEX)    
Σύνολο 1
ου
 έτους    
Σύνολο 5
ου
 έτους    
Σύνολο 10
ου
 έτους    
Πίνακας 20: Πρότυπος συγκεντρωτικός κοστολογικός πίνακας 
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 Στα πλαίσια της αναζήτησης πραγματικών στοιχείων από Ελληνικές ΜμΕ, 
δημιουργήθηκε ηλεκτρονικό ερωτηματολόγιο, μέσω του οποίου συλλέχτηκαν στοιχεία 
που αφορούσαν δεδομένα υλοποιημένων datacenters και απαντήθηκε αποκλειστικά 
από τους υπευθύνους-διαχειριστές των πληροφοριακών συστημάτων των 
επιχειρήσεων και όχι από άλλα στελέχη. Συγκεκριμένα, τα ερωτήματα ήταν απολύτως 
σχετικά με τα κοστολογικά κριτήρια που αναφέρονται στους πίνακες του πέμπτου (5) 
κεφαλαίου ενώ μεγάλη βαρύτητα δόθηκε στο πρωταρχικό ερώτημα επιλογής των δύο 
εκ των τριών βασικών κριτηρίων α) ασφάλεια, β) κόστος και γ) απόδοση.  
Η συλλογή των δεδομένων κρίθηκε απαραίτητη για τους παρακάτω λόγους: 
i. Για τον έλεγχο και επαλήθευση του οικονομικού μοντέλου που παρουσιάζεται 
στην εν λόγω εργασία με χρήση πραγματικών δεδομένων Ελληνικών ΜμΕ. 
ii. Για την παρουσίαση της πρωταρχικής μεθόδου επιλογής η οποία ορίζεται από 
έναν κανόνα δύο (2) κριτηρίων από τρία (3) (τρίλημμα) στους άμεσα 
ενδιαφερόμενους και την αποκόμιση χρήσιμων συμπερασμάτων.   
 Σύμφωνα με τα αποτελέσματα της έρευνας οι εταιρίες που επέλεγαν την 
ασφάλεια ως πρώτο κριτήριο δεν επιθυμούσαν την λύση του Cloud ακόμη και στην 
περίπτωση της υβριδικής υλοποίησης μεταφέροντας στο Cloud ορισμένες από τις 
υπηρεσίες τους. Το εν λόγω συμπέρασμα ισχυροποιεί ακόμη περισσότερο τον κανόνα 
που προαναφέρθηκε και αναλύθηκε σε προηγούμενο κεφάλαιο. Στα πλαίσια της 
εργασίας, ακόμη και αν επιλέχθηκε το κριτήριο της ασφάλειας ως πρωταρχικό, 
αναλύεται μέσω του οικονομικού μοντέλου η λύση του Cloud. Στην περίπτωση όμως 
που η λύση του Cloud είναι οικονομικότερη σε βάθος χρόνου από αυτή του datacenter 
εντός της επιχείρησης και ένα από τα δύο επιλεγμένα πρωταρχικά κριτήρια είναι η 
ασφάλεια, τότε, η απόφαση για την μετάβαση είναι αποτέλεσμα αποτίμησης του 
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κινδύνου ως κόστος από τα στελέχη της επιχείρησης και αντιπαραβολή (διαφορά) του 
με το αποτέλεσμα του αποτελέσματος του αριθμητικού μοντέλου. Γενικά, μπορούν να 
καταγραφούν δύο περιπτώσεις: 
1. Το αριθμητικό μοντέλο ολοκληρώνει τον σκοπό του και παραδίδει τα 
αποτελέσματα σε άλλο μοντέλο απόφασης, μη αριθμητικό (non numeric model) 
που βασίζεται στην υποκειμενικότητα αυτών που θα λάβουν την τελική 
απόφαση (απόφαση Διευθυντικού στελέχους). 
2. Γίνεται αποτίμηση και διερευνάται πόσο κοστίζει τελικά για την επιχείρηση μία 
παραβίαση ασφάλειας. Ενδεικτικά, σύμφωνα με έρευνα του 2013 που 
διενήργησε το Ponemon Institute για την IBM, σε περίπτωση παραβίασης και 
κλοπής δεδομένων, το μέσο κόστος για κάθε εγγραφή που διαρρέει είναι 137€ 
[152]. Αν στην βάση δεδομένων μιας επιχείρησης διατηρούνται για παράδειγμα 
5.000 εγγραφές που αφορούν στοιχεία πελατών, τότε η συνολική ζημιά για την 
επιχείρηση ανέρχεται στο ποσό των 685.000€. Το προαναφερόμενο κόστος δεν 
αφορά δεδομένα πιστωτικών καρτών πελατών, μιας και οι περισσότερες 
επιχειρήσεις δεν διατηρούν τέτοια δεδομένα, αλλά μόνο προσωπικά στοιχεία 
όπως για παράδειγμα όνομα, επώνυμο, διεύθυνση κατοικίας, τηλέφωνο, όνομα 
χρήστη, κωδικός πρόσβασης. Είναι εύκολα αντιληπτό ότι στην περίπτωση που 
εισαχθεί το παραπάνω κόστος στον τύπο υπολογισμού TCO ή NPV τότε το 
αποτέλεσμα δεν ευνοεί καθόλου την λύση της εγκατάστασης στο Cloud με 
δεδομένο ότι στην on-premise εγκατάσταση υπάρχει μεγαλύτερη ασφάλεια. 
 Για τις επιχειρήσεις που επιθυμούν την αύξηση της απόδοσης και την μείωση 
του κόστους, έγινε παράλληλα αναζήτηση του κόστους και των τεχνικών λύσεων στο 
Cloud.  
Στις επόμενες ενότητες γίνεται ενδεικτικά ανάλυση των κοστολογικών στοιχείων 
τριών (3) ΜμΕ διαφορετικών μεγεθών. Η επιλογή των εταιριών με διαφορετικό 
δυναμικό και κύκλο εργασιών έγινε για την καλύτερη και πληρέστερη απεικόνιση των 
αποτελεσμάτων του οικονομικού μοντέλου. Στην αναζήτηση των οικονομικών 
δεδομένων για λύσεις στο Cloud παρουσιάζεται η λύση του SaaS καθώς και η IaaS μιας 
και η τελική απόφαση είναι αποκλειστικά των διοικήσεων των επιχειρήσεων. 
Ως παραδοχή, θα πρέπει να αναφερθεί ότι, η επιλογή του προγράμματος με τα 
ανάλογα χαρακτηριστικά σε λύσεις SaaS ή IaaS αντίστοιχα, έγινε για την κάλυψη 
τουλάχιστον των τρεχουσών απαιτήσεων που είχαν την στιγμή της έρευνας οι 
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7.2 Μελέτη Περίπτωσης: 1
η
 ΜμΕ 
 Στην εν λόγω ενότητα αναλύεται η πρώτη περίπτωση ΜμΕ με κύκλο εργασιών 
περί τα 2.000.000€, η οποία χρησιμοποιεί datacenter (εσωτερική εγκατάσταση) που 
δημιουργήθηκε το 2007 με 10 χρήστες, χωρίς την χρήση virtualization. 
 Η υποστήριξη των πληροφοριακών συστημάτων της επιχείρησης θα γίνεται από 
εξωτερικό συνεργάτη. Το datacenter είναι εκτός εγγύησης, έχει παρέλθει ο ωφέλιμος 
χρόνος ζωής του και λειτουργεί για πάνω από πέντε χρόνια με αποτέλεσμα οι 
υπεύθυνοι της επιχείρησης να προσανατολίζονται στην λύση ανανέωσης του 
εξοπλισμού. Σύμφωνα με στατιστικά δεδομένα που συλλέχτηκαν, το datacenter 
λειτουργεί συνήθως στο 60% της επεξεργαστικής του δυνατότητας. 
 Οι εκπρόσωποι της επιχείρησης, στο πρωταρχικό ερώτημα σχετικά με την 
επιλογή δύο από τα τρία κριτήρια απάντησαν ότι επιθυμούν α) Ασφάλεια και β) Κόστος 
(μείωση). Σύμφωνα με τον πρωταρχικό κανόνα η λύση του Cloud δεν είναι η 
ενδεδειγμένη αλλά ζητήθηκε η ανάλυση με χρήση του προτεινόμενου οικονομικού 
μοντέλου για τον έλεγχο του κόστους. Σε μεταγενέστερο χρόνο μπορεί η ΜμΕ να 
αποτιμήσει το κόστος του ρίσκου και σε συνδυασμό με τα αποτελέσματα του κόστους 
υλοποίησης να λάβει την τελική απόφαση. 
 Αναφορικά με το ποσοστό του χρόνου εκτός λειτουργίας (downtime) που 
παρατηρείται λόγω προβλημάτων στο datacenter που ήδη έχουν και στην δικτυακή 
υποδομή, οι υπεύθυνοι δήλωσαν ότι κατά μέσο όρο, σε διάστημα ενός έτους είναι 
περίπου μία (1) ημέρα με κόστος περίπου 2.500€. Στηριζόμενοι σε αυτό το στοιχείο θα 
υπολογιστεί στην μελέτη ο ίδιος χρόνος και το ίδιο κόστος downtime.  
 Στον παρακάτω πίνακα παρουσιάζονται τα κόστη που επιβαρύνουν και 
συμμετέχουν στον υπολογισμό του οικονομικού μοντέλου αναλύοντας τις περιπτώσεις 
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Κόστος datacenter σε εσωτερική εγκατάσταση και στο Cloud  
1. Κόστος Εγκατάστασης Συστημάτων Εσωτερική 
Εγκατάσταση 
SaaS IaaS 
Κεντρικό πληροφοριακό σύστημα (Servers / VMs) 10.000€  2.500€ 
Αδιάλειπτης παροχής Ενέργειας (UPS, γεννήτρια) 200€ 100€ 100€ 
Υλικά δικτυακής υποδομής (Router, Switches, Firewall) 800€ 800€ 800€ 
Ασφάλειας (Πυρόσβεσης, ελεγχόμενης εισόδου, 
Συναγερμός) 
   
Βοηθητικά συστήματα (Backup, Replica Server, τηλε-
ειδοποίησης) 
5.000€  300€ 
Επιπλέον μέτρα ασφάλειας (VPN, Certificates, 
Authentication) 
  500€ 
Δομημένη καλωδίωση 2.500€   
Κλιματισμός 600€   
Σύνολα 19.100€ 900€ 4.200€ 




Μελέτη εγκατάστασης, επικινδυνότητας 1.500€ 1.500€ 1.500€ 
Λειτουργικό 1.000€   
Κόστος Λογισμικού ERP, CRM, DBMS, WMS (αρχικό & 
χρηστών) 
52.000€ 8.260€ 52.000€ 
Εγκατάστασης, παραμετροποίησης Server 1.000€  2.700€ 
Εγκατάστασης, παραμετροποίησης λογισμικών 1.400€  1.400€ 
Εγκατάστασης, παραμετροποίησης δικτυακού 
εξοπλισμού 
500€ 500€ 500€ 
Εκπαίδευση χρηστών, διαχειριστών 1.700€ 1.700€ 1.700€ 
Λογισμικό προστασίας (Antivirus) 1.000€  1.000€ 
Πρόσβασης στο διαδίκτυο 1.000€ 1.500€ 1.500€ 
Μισθοδοσία υπαλλήλων 2.500€ 2.500€ 2.500€ 
Απώλειες εσόδων λόγω βλαβών (downtime)    
Σύνολο 61.100€ 13.460€ 62.300€ 




Χώρου datacenter 7.000€ (9 m
2
)   
Βοηθητικός χώρος (UPS, γεννήτρια, backup server, 
encryption) 
   
Χώρος στέγασης τμήματος πληροφορικής    
Σύνολο 7.000€   




Ετήσιο κόστος ανανέωσης datacenter στο Cloud   2.500€ 
Συντήρησης, υποστήριξης datacenter   260€ 
Βοηθητικά συστήματα (Backup, Replica Server, τηλε-
ειδοποίησης) 
  500€ 
Ενοικίασης χώρου datacenter    
Ενοικίασης βοηθητικού χώρου, τμήματος 
πληροφορικής 
   
Ενέργειας 500€   
Συντήρησης δικτυακού εξοπλισμού    
Συντήρηση, ανανέωση λογισμικών 3.000€ 5.760€ 3.000€ 
Ανανέωση Antivirus 1.200€  1.200€ 
Επιπλέον μέτρα ασφάλειας (VPN, Certificates, 
Authentication, encryption) 
  500€ 
Υπηρεσιών ασφάλειας χώρων    
Πρόσβασης στο διαδίκτυο 1.000€ 1.500€ 1.500€ 
Χρήσης δικτύου    
Μισθοδοσία υπαλλήλων 2.500€ 2.500€ 2.500€ 
Απώλειες εσόδων λόγω βλαβών (downtime) 2.500€ (99.9%) 800€ (99.9%) 800€ 
Σύνολο 10.700€ 10.560€ 12.760€ 




Αρχικό κόστος εγκατάστασης (CAPEX) + OPEX 1ου 
έτους 
87.200€ 14.360€ 66.500€ 
Λειτουργικό κόστος μετά το 1
ο
 έτος (OPEX) 10.700€ 10.560€ 12.760€ 
Σύνολο 1
ου
 έτους 87.200€ 14.360€ 66.500€ 
Σύνολο 5
ου
 έτους 130.000€ 56.600€ 117.540€ 
Σύνολο 10
ου
 έτους 183.500€ 109.400€ 181.340€ 
Πίνακας 21: Συγκεντρωτικός κοστολογικός πίνακας 1ης Περίπτωσης 
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 Εφαρμόζοντας στην πρώτη περίπτωση ΜμΕ το αριθμητικό μοντέλου που 
αναλύθηκε στο 5ο κεφάλαιο έγινε χρήση των τύπων ΔNPV για την ανάλυση του 
κόστους υλοποίησης και λειτουργίας με στόχο την λήψη απόφασης. 
 Ο τύπος ΔNPV για τα έτη αναφοράς από το πρώτο (1) μέχρι και το πέμπτο (5) 




































• PTC  –  Είναι το αναμενόμενο ετήσιο κόστος λειτουργίας (OPEX) κατά το έτος T. 
Μετά το τρίτο έτος προσαυξάνεται κατά 2%, ενώ από το έκτο (6) έτος και μετά 
προσαυξάνεται κατά 5%.  
• ΙΚ – Είναι το κόστος κεφαλαίου, εκφραζόμενο ως το επιτόκιο χρηματοδότησης 
για το κεφάλαιο αγοράς. 
• Ν – Είναι ο αναμενόμενος κύκλος ζωής του παγίου (ωφέλιμο χρόνο ζωής), όπως 
προαναφέρθηκε, ο χρόνος ζωής ισούται με 5 έτη. 
• E – Είναι το αρχικό κόστος κτήσης του παγίου. 
• LTC  – Είναι το αναμενόμενο ετήσιο κόστος λειτουργίας (OPEX) του μισθώματος 
κατά το έτος T. Μετά το τρίτο έτος προσαυξάνεται κατά 2%. 
• LT – Είναι το κόστος μισθώματος κατά το έτος T. 
• IR – Είναι το επιτόκιο για την χρηματοδότηση του κόστους μισθωμάτων. 
• DeCΤ – DeLΤ είναι οι αποσβέσεις. 
• DcCΤ – DcLΤ είναι το κόστος του χρόνου εκτός λειτουργίας (downtime). Στην 
περίπτωση που εξετάζεται το downtime στο Cloud είναι το 1/3 αυτού της 
εσωτερικής εγκατάστασης βάσει του SLA του παρόχου. 
• Το S (υπολειμματική αξία του παγίου μετά από Ν έτη), έως τα 5 έτη είναι ίσο με 
την υπολειμματική αξία του τύπου υπολογισμού αποσβέσεων. Πέραν των 5 
ετών και μέχρι τα 10 έτη η αξία θα είναι ίση με το 2% του αρχικού κόστους 
κτήσης. 
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 Αντίστοιχα, από το έκτο (6) έτος λειτουργίας μέχρι και το δέκατο έτος 














































 O Συντελεστής Προεξόφλησης (Σ.Π.) για την περίπτωση της εσωτερικής 
εγκατάστασης παρουσιάζεται στον παρακάτω πίνακα: 
 
ΕΤΟΣ ΤΥΠΟΣ Σ.Π. ΕΤΟΣ ΤΥΠΟΣ Σ.Π. 
1 1)1.01(1. +=ΠΣ  0.9091 6 6)1.01(1. +=ΠΣ  0.5645 
2 2)1.01(1. +=ΠΣ  0.8264 7 7)1.01(1. +=ΠΣ  0.5132 
3 3)1.01(1. +=ΠΣ  0.7513 8 8)1.01(1. +=ΠΣ  0.4665 
4 4)1.01(1. +=ΠΣ  0.6830 9 9)1.01(1. +=ΠΣ  0.4241 
5 5)1.01(1. +=ΠΣ  0.6209 10 10)1.01(1. +=ΠΣ  0.3855 
Πίνακας 22: Συντελεστής προεξόφλησης εσωτερικής εγκατάστασης 1ης Περίπτωσης 
 O Συντελεστής Προεξόφλησης (Σ.Π.) για την περίπτωση της υλοποίησης στο 
Cloud παρουσιάζεται στον παρακάτω πίνακα: 
 
ΕΤΟΣ ΤΥΠΟΣ Σ.Π. ΕΤΟΣ ΤΥΠΟΣ Σ.Π. 
1 1)08.01(1. +=ΠΣ  0.9259 6 6)08.01(1. +=ΠΣ  0.6302 
2 2)08.01(1. +=ΠΣ  0.8573 7 7)08.01(1. +=ΠΣ  0.5835 
3 3)08.01(1. +=ΠΣ  0.7938 8 8)08.01(1. +=ΠΣ  0.5403 
4 4)08.01(1. +=ΠΣ  0.7350 9 9)08.01(1. +=ΠΣ  0.5002 
5 5)08.01(1. +=ΠΣ  0.6806 10 10)08.01(1. +=ΠΣ  0.4632 
Πίνακας 23: Συντελεστής προεξόφλησης Cloud 1ης Περίπτωσης 
 
 Στον πίνακα και στο διάγραμμα που ακολουθεί γίνεται αναλυτική αποτύπωση 
των τιμών όλων των μεταβλητών του οικονομικού μοντέλου και στην συνέχεια 
αποτυπώνονται τα στοιχεία στο διάγραμμα για να είναι πιο εύκολη η σύγκριση. 
 Συμπερασματικά, ελέγχοντας και γραφικά το αποτέλεσμα της ΔNPV, αρνητικό 
(ΔNPV<0) είναι μόνο στην περίπτωση υλοποίησης υιοθετώντας το μοντέλο SaaS, που 
είναι η πλέον συμφέρουσα περίπτωση κοστολογικά. Στο διάστημα από το πρώτο (1) 
έτος έως το έκτο (6) υπάρχει φθίνουσα πορεία ενώ από εκεί και έπειτα λόγω της 
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αύξησης του κόστους συντήρησης υπάρχει αύξουσα πορεία της καμπύλης που ακόμη 
και μετά την παρέλευση δεκαετίας παρουσιάζει μικρή απόκλιση από το μέσο όρο. 
 Αξίζει να σημειωθεί ότι το ποσό της επένδυσης που δαπανήθηκε στην εν λόγω 
περίπτωση, συγκριτικά με τις επόμενες ήταν περιορισμένο αλλά όπως αναφέρθηκε σε 
προηγούμενο κεφάλαιο, οι περισσότερες ΜμΕ στην Ελλάδα και στην Ευρώπη ανήκουν 
στην εν λόγω κατηγορία λόγω μεγέθους και λόγω πλήθους υπαλλήλων που 
απασχολούν.  
 Με την αποτύπωση των αποτελεσμάτων των συναρτήσεων ΔNPV για την 
επόμενη δεκαετία μπορούν τα στελέχη των ΜμΕ να προχωρήσουν στην λήψη 
απόφασης σχετικά με την μετάβαση ή όχι στο Cloud. Προσοχή πρέπει να δοθεί όταν 
υπεισέρχονται παράγοντες που επηρεάζουν την επιλογή όπως η ασφάλεια των 
δεδομένων και τελικά μπορεί να αλλάξουν την τελική απόφαση. 
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Πίνακας 24: Υπολογιζόμενα δεδομένα 1ης περίπτωσης 




TC  DcCΤ DeCΤ S LT DcLΤ DeLΤ Ε SaaS 
1 €16,860.00 €89,700.00 €2,500.00 €3,910.40 €74,700.00 €13,460.00 €800.00 €575.12 €74,700.00 -€57,801.09 
2 €8,960.00 €8,200.00 €2,500.00 €3,910.40 €59,760.00 €6,460.00 €800.00 €575.12 €74,700.00 -€68,209.00 
3 €8,960.00 €8,200.00 €2,500.00 €3,910.40 €44,820.00 €6,460.00 €800.00 €575.12 €74,700.00 -€76,926.06 
4 €8,960.00 €8,200.00 €2,500.00 €3,910.40 €29,880.00 €6,460.00 €800.00 €575.12 €74,700.00 -€84,146.60 
5 €8,960.00 €8,200.00 €2,500.00 €3,910.40 €14,940.00 €6,460.00 €800.00 €575.12 €74,700.00 -€90,042.91 
6 €9,139.20 €8,610.00 €2,700.00 €0.00 €1,494.00 €6,589.20 €800.00 €0.00 €74,700.00 -€95,838.30 
7 €9,321.98 €9,040.50 €2,916.00 €0.00 €1,494.00 €6,720.98 €800.00 €0.00 €74,700.00 -€92,871.61 
8 €9,508.42 €9,492.53 €3,149.28 €0.00 €1,494.00 €6,855.40 €800.00 €0.00 €74,700.00 -€90,261.65 
9 €9,698.59 €9,967.15 €3,401.22 €0.00 €1,494.00 €6,992.51 €800.00 €0.00 €74,700.00 -€87,980.10 
10 €9,892.56 €10,465.51 €3,673.32 €0.00 €1,494.00 €7,132.36 €800.00 €0.00 €74,700.00 -€85,998.05 




TC  DcCΤ DeCΤ S LT DcLΤ DeLΤ Ε IaaS 
1 €69,000.00 €89,700.00 €2,500.00 €3,910.40 €74,700.00 €62,300.00 €800.00 €3,286.40 €74,700.00 €32,309.97 
2 €11,160.00 €8,200.00 €2,500.00 €3,910.40 €59,760.00 €8,660.00 €800.00 €3,286.40 €74,700.00 €23,281.81 
3 €11,160.00 €8,200.00 €2,500.00 €3,910.40 €44,820.00 €8,660.00 €800.00 €3,286.40 €74,700.00 €15,811.76 
4 €11,160.00 €8,200.00 €2,500.00 €3,910.40 €29,880.00 €8,660.00 €800.00 €3,286.40 €74,700.00 €9,718.03 
5 €11,160.00 €8,200.00 €2,500.00 €3,910.40 €14,940.00 €8,660.00 €800.00 €3,286.40 €74,700.00 €4,839.72 
6 €11,383.20 €8,610.00 €2,700.00 €0.00 €1,494.00 €8,833.20 €800.00 €0.00 €74,700.00 €1,725.24 
7 €11,610.86 €9,040.50 €2,916.00 €0.00 €1,494.00 €9,009.86 €800.00 €0.00 €74,700.00 €7,202.15 
8 €11,843.08 €9,492.53 €3,149.28 €0.00 €1,494.00 €9,190.06 €800.00 €0.00 €74,700.00 €12,162.63 
9 €12,079.94 €9,967.15 €3,401.22 €0.00 €1,494.00 €9,373.86 €800.00 €0.00 €74,700.00 €16,645.27 
10 €12,321.54 €10,465.51 €3,673.32 €0.00 €1,494.00 €9,561.34 €800.00 €0.00 €74,700.00 €20,688.80 
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7.3 Μελέτη περίπτωσης: 2
η
 ΜμΕ 
Σε αυτή την ενότητα παρουσιάζεται η ανάλυση της δεύτερης ΜμΕ με κύκλο 
εργασιών περί τα 33.000.000€ και datacenter (εσωτερική εγκατάσταση) που 
δημιουργήθηκε το 2006 εντός της επιχείρησης με 80 άδειες χρήσης στο κεντρικό 
πληροφοριακό σύστημα, όμως αυτές τις άδειες τις μοιράζονται συνολικά 90 χρήστες 
και γίνεται χρήση virtualization. Παράλληλα, η υποστήριξη των πληροφοριακών 
συστημάτων της επιχείρησης γίνεται από πληροφορικούς-τεχνικούς που εργάζονται 
στην επιχείρηση. Το datacenter είναι εκτός εγγύησης, έχει παρέλθει ο ωφέλιμος χρόνος 
ζωής του και λειτουργεί για πάνω από πέντε χρόνια με αποτέλεσμα οι υπεύθυνοι της 
επιχείρησης να προσανατολίζονται στην λύση ανανέωσης του εξοπλισμού. Σύμφωνα 
με στατιστικά δεδομένα που συλλέχτηκαν, το datacenter λειτουργεί συνήθως στο 70% 
της επεξεργαστικής του δυνατότητας. 
 Οι εκπρόσωποι της επιχείρησης, στο πρωταρχικό ερώτημα σχετικά με την 
επιλογή δύο από τα τρία κριτήρια απάντησαν ότι επιθυμούν α) Ασφάλεια και β) Κόστος 
(μείωση). Σύμφωνα με τον πρωταρχικό κανόνα η λύση του Cloud δεν είναι η 
ενδεδειγμένη αλλά ζητήθηκε η ανάλυση με χρήση του προτεινόμενου οικονομικού 
μοντέλου για τον έλεγχο του κόστους υλοποίησης σύμφωνα με την μεθοδολογία που 
αναπτύχθηκε στην εργασία. Σε μετέπειτα χρόνο μπορεί η ΜμΕ να αποτιμήσει το κόστος 
του ρίσκου και σε συνδυασμό με τα αποτελέσματα του κόστους υλοποίησης να λάβει 
την τελική απόφαση. 
 Αναφορικά με το ποσοστό του χρόνου εκτός λειτουργίας (downtime) που 
παρατηρείται λόγω προβλημάτων στο datacenter ή στην δικτυακή υποδομή, οι 
υπεύθυνοι δήλωσαν ότι σε διάστημα ενός έτους είναι περίπου 10 ώρες με κόστος 
περίπου 1.000€/ώρα, συνολικά δηλαδή 10.000€. 
 Στον παρακάτω πίνακα παρουσιάζονται τα κόστη που επιβαρύνουν και 
συμμετέχουν στον υπολογισμό του οικονομικού μοντέλου αναλύοντας τις περιπτώσεις 
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Κόστος datacenter σε εσωτερική εγκατάσταση και στο Cloud  
1. Κόστος Εγκατάστασης Συστημάτων Εσωτερική 
Εγκατάσταση 
SaaS IaaS 
Κεντρικό πληροφοριακό σύστημα (Servers / VMs) 20.000€  3.980€ 
Αδιάλειπτης παροχής Ενέργειας (UPS, γεννήτρια) 1.000€ 300€  
Υλικά δικτυακής υποδομής (Router, Switches, Firewall) 5.000€ 5.000€ 5.000€ 
Ασφάλειας (Πυρόσβεσης, ελεγχόμενης εισόδου, Συναγερμός) 10.000€   
Βοηθητικά συστήματα (Backup, Replica Server, τηλε-
ειδοποίησης) 
  500€ 
Επιπλέον μέτρα ασφάλειας (VPN, Certificates, 
Authentication, encryption) 
  4000€ 
Δομημένη καλωδίωση 9.000€   
Κλιματισμός 700€   
Σύνολα 45.700€ 5.300€ 13.480€ 




Μελέτη εγκατάστασης, επικινδυνότητας 1.500€ 1.500€ 1.500€ 
Λειτουργικό 10.000€   
Κόστος Λογισμικού ERP, CRM, DBMS, WMS (αρχικό & 
χρηστών) 
150.000€ 51.490€ 150.000€ 
Εγκατάστασης, παραμετροποίησης Server 2.000€  4.680€ 
Εγκατάστασης, παραμετροποίησης λογισμικών 48.000€ 48.000€ 48.000€ 
Εγκατάστασης, παραμετροποίησης δικτυακού εξοπλισμού    
Εκπαίδευση χρηστών, διαχειριστών 10.000€ 10.000€ 10.000€ 
Λογισμικό προστασίας (Antivirus) 1.000€  1.000€ 
Πρόσβασης στο διαδίκτυο 3.000€ 3.000€ 3.000€ 
Μισθοδοσία υπαλλήλων 43.000€ 43.000€ 43.000€ 
Απώλειες εσόδων λόγω βλαβών (downtime)    
Σύνολο 225.500€ 113.990€ 218.180€ 




Χώρου datacenter 500€ (20 m2)   
Βοηθητικός χώρος (UPS, γεννήτρια, backup server)    
Χώρος στέγασης τμήματος πληροφορικής 500€ (20 m2) 500€ (20 
m2) 
500€ 
Σύνολο 1.000€ 500€ 500€ 




Ετήσιο κόστος ανανέωσης datacenter στο Cloud   3.980€ 
Συντήρησης, υποστήριξης datacenter 2.000€  4.680€ 
Βοηθητικά συστήματα (Backup, Replica Server, τηλε-
ειδοποίησης) 
  500€ 
Ενοικίασης χώρου datacenter    
Ενοικίασης βοηθητικού χώρου, τμήματος πληροφορικής    
Ενέργειας 1.500€   
Συντήρησης δικτυακού εξοπλισμού 1.000€ 1.000€ 1.000€ 
Συντήρηση, ανανέωση λογισμικών 35.500€ 20.440 35.500€ 
Ανανέωση Antivirus 1.000€  1.000€ 
Επιπλέον μέτρα ασφάλειας (VPN, Certificates, 
Authentication, encryption) 
  4000€ 
Υπηρεσιών ασφάλειας χώρων    
Πρόσβασης στο διαδίκτυο 3.000€ 3.000€ 3.000€ 
Χρήσης δικτύου    
Μισθοδοσία υπαλλήλων 43.000€ 43.000€ 43.000€ 
Απώλειες εσόδων λόγω βλαβών (downtime) 10.000€ 3.300€ 3.300€ 
Σύνολο 97.000€ 70.740€ 99.960€ 




Αρχικό κόστος εγκατάστασης (CAPEX) + OPEX 1ου έτους 225.500€ 113.990€ 218.180€ 
Λειτουργικό κόστος μετά το 1
ο
 έτος (OPEX) 97.000€ 70.740€ 99960€ 
Σύνολο 1
ου
 έτους 225.500€ 113.990€ 218.180€ 
Σύνολο 5
ου
 έτους 613.500€ 396.950€ 618.020€ 
Σύνολο 10
ου
 έτους 1.098.500€ 750.650€ 1.117.820€ 
Πίνακας 25: Συγκεντρωτικός κοστολογικός πίνακας 2ης Περίπτωσης 
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 Εφαρμόζοντας στην δεύτερη περίπτωση ΜμΕ το αριθμητικό μοντέλου που 
αναλύθηκε στο 7ο κεφάλαιο έγινε χρήση των τύπων ΔNPV για την ανάλυση του 
κόστους υλοποίησης και λειτουργίας με στόχο την λήψη απόφασης. 
 Ο τύπος ΔNPV για τα έτη αναφοράς από το πρώτο (1) μέχρι και το πέμπτο (5) 







































• PTC  –  Είναι το αναμενόμενο ετήσιο κόστος λειτουργίας (OPEX) κατά το έτος T. 
Μετά το τρίτο έτος προσαυξάνεται κατά 2%, ενώ από το έκτο (6) έτος και μετά 
προσαυξάνεται κατά 5%.  
• ΙΚ – Είναι το κόστος κεφαλαίου, εκφραζόμενο ως το επιτόκιο χρηματοδότησης 
για το κεφαλαίο αγοράς. 
• Ν – Είναι ο αναμενόμενος κύκλος ζωής του παγίου (ωφέλιμο χρόνο ζωής), όπως 
προαναφέρθηκε, ο χρόνος ζωής ισούται με 5 έτη. 
• E – Είναι το αρχικό κόστος κτήσης του παγίου. 
• LTC  – Είναι το αναμενόμενο ετήσιο κόστος λειτουργίας (OPEX) του μισθώματος 
κατά το έτος T. Μετά το τρίτο έτος προσαυξάνεται κατά 2%. 
• LT – Είναι το κόστος μισθώματος κατά το έτος T. 
• IR – Είναι το επιτόκιο για την χρηματοδότηση του κόστους μισθωμάτων. 
• DeCΤ – DeLΤ είναι οι αποσβέσεις. 
• DcCΤ – DcLΤ είναι το κόστος του χρόνου εκτός λειτουργίας (downtime). Στην 
περίπτωση που εξετάζεται το downtime στο Cloud είναι 1/3 της εσωτερικής 
εγκατάστασης βάσει του SLA του παρόχου. 
• Το S (υπολειμματική αξία του παγίου μετά από Ν έτη), έως τα 5 έτη είναι ίσο με 
την υπολειμματική αξία του τύπου υπολογισμού αποσβέσεων. Πέραν των 5 
ετών και μέχρι τα 10 έτη η αξία θα είναι ίση με το 2% του αρχικού κόστους 
κτήσης. 
 Αντίστοιχα, από το έκτο (6) έτος λειτουργίας μέχρι και το δέκατο έτος 
λειτουργίας ο τύπος είναι ο παρακάτω. 
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 O Συντελεστής Προεξόφλησης (Σ.Π.) για την περίπτωση της εσωτερικής 
εγκατάστασης παρουσιάζεται στον παρακάτω πίνακα: 
ΕΤΟΣ ΤΥΠΟΣ Σ.Π. ΕΤΟΣ ΤΥΠΟΣ Σ.Π. 
1 1)1.01(1. +=ΠΣ  0.9091 6 6)1.01(1. +=ΠΣ  0.5645 
2 2)1.01(1. +=ΠΣ  0.8264 7 7)1.01(1. +=ΠΣ  0.5132 
3 3)1.01(1. +=ΠΣ  0.7513 8 8)1.01(1. +=ΠΣ  0.4665 
4 4)1.01(1. +=ΠΣ  0.6830 9 9)1.01(1. +=ΠΣ  0.4241 
5 5)1.01(1. +=ΠΣ  0.6209 10 10)1.01(1. +=ΠΣ  0.3855 
Πίνακας 26: Συντελεστής προεξόφλησης εσωτερικής εγκατάστασης 2ης Περίπτωσης 
 O Συντελεστής Προεξόφλησης (Σ.Π.) για την περίπτωση της υλοποίησης στο 
Cloud παρουσιάζεται στον παρακάτω πίνακα: 
ΕΤΟΣ ΤΥΠΟΣ Σ.Π. ΕΤΟΣ ΤΥΠΟΣ Σ.Π. 
1 1)08.01(1. +=ΠΣ  0.9259 6 6)08.01(1. +=ΠΣ  0.6302 
2 2)08.01(1. +=ΠΣ  0.8573 7 7)08.01(1. +=ΠΣ  0.5835 
3 3)08.01(1. +=ΠΣ  0.7938 8 8)08.01(1. +=ΠΣ  0.5403 
4 4)08.01(1. +=ΠΣ  0.7350 9 9)08.01(1. +=ΠΣ  0.5002 
5 5)08.01(1. +=ΠΣ  0.6806 10 10)08.01(1. +=ΠΣ  0.4632 
Πίνακας 27: Συντελεστής προεξόφλησης Cloud εγκατάστασης 2ης Περίπτωσης 
 Στον πίνακα που ακολουθεί γίνεται αναλυτική αποτύπωση των τιμών όλων των 
μεταβλητών των του οικονομικού μοντέλου υπολογισμού και στην συνέχεια 
αποτυπώνονται τα αποτελέσματα της σύγκρισης στο διάγραμμα. 
 Συμπερασματικά, ελέγχοντας και γραφικά το αποτέλεσμα της ΔNPV, είναι 
θετικό το αποτέλεσμα (ΔNPV>0) στην περίπτωση υλοποίησης υιοθετώντας το μοντέλο 
IaaS ενώ, η περίπτωση του μοντέλου SaaS κινείται σε αρνητικά επίπεδα αλλά το 
συνολικό όφελος από άποψη κόστους είναι εξαιρετικά μικρό σε σύγκριση με τα ετήσια 
χρηματοοικονομικά μεγέθη της ίδιας ΜμΕ καθώς και με την αρχική επένδυση και το 
οποιοδήποτε, έστω και μικρό, ρίσκο ασφάλειας προκύπτει από την υιοθέτηση κάποιας 
εκ των λύσεων IaaS ή SaaS.  
 Οπότε, η εσωτερική εγκατάσταση (on-premise) για τις απαιτήσεις της 
συγκεκριμένης ΜμΕ θεωρείται η πλέον συμφέρουσα.  
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Πίνακας 28: Υπολογιζόμενα δεδομένα 2ης περίπτωσης 
 




TC  DcCΤ DeCΤ S LT DcLΤ DeLΤ Ε SaaS 
1 €162,290.00 €315,200.00 €10,000.00 €11,346.40 €216,700.00 €113,990.00 €3,300.00 €3,821.48 €216,700.00 €24,066.38 
2 €64,140.00 €87,000.00 €10,000.00 €11,346.40 €173,360.00 €21,140.00 €3,300.00 €3,821.48 €216,700.00 -€8,484.74 
3 €64,140.00 €87,000.00 €10,000.00 €11,346.40 €130,020.00 €21,140.00 €3,300.00 €3,821.48 €216,700.00 -€35,898.79 
4 €64,140.00 €87,000.00 €10,000.00 €11,346.40 €86,680.00 €21,140.00 €3,300.00 €3,821.48 €216,700.00 -€58,761.87 
5 €64,140.00 €87,000.00 €10,000.00 €11,346.40 €43,340.00 €21,140.00 €3,300.00 €3,821.48 €216,700.00 -€77,593.90 
6 €65,422.80 €91,350.00 €10,800.00 €0.00 €4,334.00 €21,562.80 €3,300.00 €0.00 €216,700.00 -€89,916.70 
7 €66,731.26 €95,917.50 €11,664.00 €0.00 €4,334.00 €21,994.06 €3,300.00 €0.00 €216,700.00 -€76,712.05 
8 €68,065.88 €100,713.38 €12,597.12 €0.00 €4,334.00 €22,433.94 €3,300.00 €0.00 €216,700.00 -€64,456.95 
9 €69,427.20 €105,749.04 €13,604.89 €0.00 €4,334.00 €22,882.62 €3,300.00 €0.00 €216,700.00 -€53,090.56 
10 €70,815.74 €111,036.50 €14,693.28 €0.00 €4,334.00 €23,340.27 €3,300.00 €0.00 €216,700.00 -€42,548.08 




TC  DcCΤ DeCΤ S LT DcLΤ DeLΤ Ε IaaS 
1 €274,660.00 €315,200.00 €10,000.00 €11,346.40 €216,700.00 €218,180.00 €3,300.00 €9,664.72 €216,700.00 €162,526.12 
2 €93,360.00 €87,000.00 €10,000.00 €11,346.40 €173,360.00 €50,360.00 €3,300.00 €9,664.72 €216,700.00 €151,833.97 
3 €93,360.00 €87,000.00 €10,000.00 €11,346.40 €130,020.00 €50,360.00 €3,300.00 €9,664.72 €216,700.00 €144,629.26 
4 €93,360.00 €87,000.00 €10,000.00 €11,346.40 €86,680.00 €50,360.00 €3,300.00 €9,664.72 €216,700.00 €140,450.69 
5 €93,360.00 €87,000.00 €10,000.00 €11,346.40 €43,340.00 €50,360.00 €3,300.00 €9,664.72 €216,700.00 €138,894.87 
6 €95,227.20 €91,350.00 €10,800.00 €0.00 €4,334.00 €51,367.20 €3,300.00 €0.00 €216,700.00 €146,621.54 
7 €97,131.74 €95,917.50 €11,664.00 €0.00 €4,334.00 €52,394.54 €3,300.00 €0.00 €216,700.00 €178,739.53 
8 €99,074.38 €100,713.38 €12,597.12 €0.00 €4,334.00 €53,442.43 €3,300.00 €0.00 €216,700.00 €208,837.63 
9 €101,055.87 €105,749.04 €13,604.89 €0.00 €4,334.00 €54,511.28 €3,300.00 €0.00 €216,700.00 €237,034.62 
10 €103,076.98 €111,036.50 €14,693.28 €0.00 €4,334.00 €55,601.51 €3,300.00 €0.00 €216,700.00 €263,456.88 
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7.4 Μελέτη περίπτωσης: 3
η
 ΜμΕ 
Στην περίπτωση ανάλυσης της τρίτης ΜμΕ με κύκλο εργασιών περί τα 
40.000.000€, χρησιμοποιεί datacenter (εσωτερική εγκατάσταση) που δημιουργήθηκε 
το 2010 εντός της επιχείρησης με 120 άδειες χρήσης στο κεντρικό πληροφοριακό 
σύστημα και γίνεται χρήση virtualization (20 virtual server machines). Η υποστήριξη των 
πληροφοριακών συστημάτων της επιχείρησης γίνεται από πληροφορικούς που 
εργάζονται στην επιχείρηση. Οι υπεύθυνοι της επιχείρησης προσανατολίζονται σε 
υβριδική Cloud λύση για μείωση του κόστους ορισμένων παρεχόμενων υπηρεσιών, 
άποψη που ταυτίζεται με το αποτέλεσμα που παράγεται από το πρωταρχικό ερώτημα 
μιας και έθεσαν α) το Κόστος (μείωση) και β) την Ασφάλεια ως τα πιο σημαντικά. 
Σύμφωνα με στατιστικά δεδομένα που συλλέχτηκαν, το datacenter λειτουργεί 
στο 55% της επεξεργαστικής του δυνατότητας. 
 Η ανάλυση που ακολουθεί γίνεται με οικονομικά δεδομένα από το datacenter 
που ήδη υπάρχει με χρήση του προτεινόμενου οικονομικού μοντέλου για τον έλεγχο 
του κόστους και της απόφασης υλοποίησης. Ο έλεγχος γίνεται για λύση on-premise, 
SaaS και IaaS και όχι για αμιγώς υβριδική λύση μιας και η επιχείρηση υλοποιεί 
virtualization σε μέγιστο βαθμό με αποτέλεσμα την ικανότητα εκμετάλλευσης του 
υλικού σε υψηλό ποσοστό, οπότε στην περίπτωση που μεταφέρει υπηρεσίες στο Cloud 
η μείωση του κόστους (OPEX) θα είναι περιορισμένη. 
 Αναφορικά με το ποσοστό του χρόνου εκτός λειτουργίας (downtime) που 
παρατηρείται λόγω προβλημάτων στο datacenter ή στην δικτυακή υποδομή, οι 
υπεύθυνοι δήλωσαν ότι σε διάστημα ενός έτους είναι περίπου 24 ώρες με κόστος 
περίπου 20.000€.  
 Στους παρακάτω πίνακες παρουσιάζονται οι κοστολογικοί παράγοντες που 
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Κόστος datacenter σε εσωτερική εγκατάσταση και στο Cloud  
1. Κόστος Εγκατάστασης Συστημάτων Εσωτερική 
Εγκατάσταση 
SaaS IaaS 
Κεντρικό πληροφοριακό σύστημα (Servers / VMs) 200.000€  15.560€ 
Αδιάλειπτης παροχής Ενέργειας (UPS, γεννήτρια) 7.000€ 500€ 500€ 
Υλικά δικτυακής υποδομής (Router, Switches, Firewall) 12.000€ 10.000€ 10.000€ 
Ασφάλειας (Πυρόσβεσης, ελεγχόμενης εισόδου, 
Συναγερμός) 
1.500€   
Επιπλέον μέτρα ασφάλειας (VPN, Certificates, , 
Authentication, encryption) 
  4.500€ 
Βοηθητικά συστήματα (Backup, Replica Server, τηλε-
ειδοποίησης) 
20.000€  1.500€ 
Δομημένη καλωδίωση 5.000€   
Κλιματισμός 900€   
Σύνολα 246.400€ 10.500€ 32.060€ 




Μελέτη εγκατάστασης, επικινδυνότητας 5.000€ 5.000€ 5.000€ 
Λειτουργικό 100.000€   
Κόστος Λογισμικού ERP, CRM, DBMS, WMS (αρχικό & 
χρηστών) 
220.000€ 62.865€ 220.000€ 
Εγκατάστασης, παραμετροποίησης Server 10.000€  18.936€ 
Εγκατάστασης, παραμετροποίησης λογισμικών 140.000€ 140.000€ 140.000€ 
Εγκατάστασης, παραμετροποίησης δικτυακού 
εξοπλισμού 
3.000€ 3.000€ 3.000€ 
Εκπαίδευση χρηστών, διαχειριστών 10.000€ 10.000€ 10.000€ 
Λογισμικό προστασίας (Antivirus) 5.000€  5.000€ 
Πρόσβασης στο διαδίκτυο 1.200€ 2.400€ 2.400€ 
Μισθοδοσία υπαλλήλων 100.000€ 100.000€ 100.000€ 
Απώλειες εσόδων λόγω βλαβών (downtime)    
Σύνολο 494.200€ 223.265€ 404.336€ 



















Σύνολο 45.000€ 10.000€ 10.000€ 




Ετήσιο κόστος ανανέωσης datacenter στο Cloud   15.560€ 
Συντήρησης, υποστήριξης datacenter 5.000€  13.936€ 
Βοηθητικά συστήματα (Backup, Replica Server, τηλε-
ειδοποίησης) 
20.000€  1.500€ 
Ενοικίασης χώρου datacenter    
Ενοικίασης βοηθητικού χώρου, τμήματος πληροφορικής    
Ενέργειας 1.200€   
Συντήρησης δικτυακού εξοπλισμού 1.000€ 1.000€ 1.000€ 
Συντήρηση, ανανέωση λογισμικών 30.000€ 24.940€ 30.000€ 
Ανανέωση Antivirus 5.000€  5.000€ 
Επιπλέον μέτρα ασφάλειας (VPN, Certificates, , 
Authentication, encryption) 
  4500€ 
Υπηρεσιών ασφάλειας χώρων 600€   
Πρόσβασης στο διαδίκτυο 1.200€ 2.400€ 2.400€ 
Χρήσης δικτύου    
Μισθοδοσία υπαλλήλων 100.000€ 100.000€ 100.000€ 
Απώλειες εσόδων λόγω βλαβών (downtime) 20.000€ 6.300€ 6.300€ 
Σύνολο 184.000€ 134.640€ 180.196€ 




Αρχικό κόστος εγκατάστασης (CAPEX) + OPEX 1ου έτους 785.600€ 243.765€ 446.396€ 
Λειτουργικό κόστος μετά το 1
ο
 έτος (OPEX) 184.000€ 134.640€ 180.196€ 
Σύνολο 1
ου
 έτους 785.600€ 243.765€ 446.396€ 
Σύνολο 5
ου
 έτους 1.521.600€ 782.325€ 491.445€ 
Σύνολο 10
ου
 έτους 2.441.600€ 1.455.525€ 2.068.160€ 
Πίνακας 29: Συγκεντρωτικός κοστολογικός πίνακας 3ης Περίπτωσης 
Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7
Σελίδα  96 
 
Εφαρμόζοντας και σε αυτή την περίπτωση ΜμΕ το αριθμητικό μοντέλο που αναλύθηκε 
στο 7ο κεφάλαιο έγινε χρήση των τύπων ΔNPV για την ανάλυση του κόστους 
υλοποίησης και λειτουργίας με στόχο την λήψη απόφασης. 
 Ο τύπος ΔNPV για τα έτη αναφοράς από το πρώτο (1) μέχρι και το πέμπτο (5) 










































• PTC  –  Είναι το αναμενόμενο ετήσιο κόστος λειτουργίας (OPEX) κατά το έτος T. 
Μετά το τρίτο έτος προσαυξάνεται κατά 2%, ενώ από το έκτο (6) έτος και μετά 
προσαυξάνεται κατά 5%.  
• ΙΚ – Είναι το κόστος κεφαλαίου, εκφραζόμενο ως το επιτόκιο χρηματοδότησης 
για το κεφαλαίο αγοράς. 
• Ν – Είναι ο αναμενόμενος κύκλος ζωής του παγίου (ωφέλιμο χρόνο ζωής), όπως 
προαναφέρθηκε, ο χρόνος ζωής ισούται με 5 έτη. 
• E – Είναι το αρχικό κόστος κτήσης του παγίου. 
• LTC  – Είναι το αναμενόμενο ετήσιο κόστος λειτουργίας (OPEX) του μισθώματος 
κατά το έτος T. Μετά το τρίτο έτος προσαυξάνεται κατά 2%. 
• LT – Είναι το κόστος μισθώματος κατά το έτος T. 
• IR – Είναι το επιτόκιο για την χρηματοδότηση του κόστους μισθωμάτων. 
• DeCΤ – DeLΤ είναι οι αποσβέσεις. 
• DcCΤ – DcLΤ είναι το κόστος του χρόνου εκτός λειτουργίας (downtime). Στην 
περίπτωση που εξετάζεται το downtime στο Cloud είναι 1/3 της εσωτερικής 
εγκατάστασης βάσει του SLA του παρόχου. 
• Το S (υπολειμματική αξία του παγίου μετά από Ν έτη), έως τα 5 έτη είναι ίσο με 
την υπολειμματική αξία του τύπου υπολογισμού αποσβέσεων. Πέραν των 5 
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ετών και μέχρι τα 10 έτη η αξία θα είναι ίση με το 2% του αρχικού κόστους 
κτήσης. 
 Αντίστοιχα, από το έκτο (6) έτος λειτουργίας μέχρι και το δέκατο έτος 






































 O Συντελεστής Προεξόφλησης (Σ.Π.) για την περίπτωση της εσωτερικής 
εγκατάστασης παρουσιάζεται στον παρακάτω πίνακα: 
ΕΤΟΣ ΤΥΠΟΣ Σ.Π. ΕΤΟΣ ΤΥΠΟΣ Σ.Π. 
1 1)1.01(1. +=ΠΣ  0.9091 6 6)1.01(1. +=ΠΣ  0.5645 
2 2)1.01(1. +=ΠΣ  0.8264 7 7)1.01(1. +=ΠΣ  0.5132 
3 3)1.01(1. +=ΠΣ  0.7513 8 8)1.01(1. +=ΠΣ  0.4665 
4 4)1.01(1. +=ΠΣ  0.6830 9 9)1.01(1. +=ΠΣ  0.4241 
5 5)1.01(1. +=ΠΣ  0.6209 10 10)1.01(1. +=ΠΣ  0.3855 
Πίνακας 30: Συντελεστής προεξόφλησης εσωτερικής εγκατάστασης 3ης Περίπτωσης 
 O Συντελεστής Προεξόφλησης (Σ.Π.) για την περίπτωση της υλοποίησης στο 
Cloud παρουσιάζεται στον παρακάτω πίνακα: 
ΕΤΟΣ ΤΥΠΟΣ Σ.Π. ΕΤΟΣ ΤΥΠΟΣ Σ.Π. 
1 1)08.01(1. +=ΠΣ  0.9259 6 6)08.01(1. +=ΠΣ  0.6302 
2 2)08.01(1. +=ΠΣ  0.8573 7 7)08.01(1. +=ΠΣ  0.5835 
3 3)08.01(1. +=ΠΣ  0.7938 8 8)08.01(1. +=ΠΣ  0.5403 
4 4)08.01(1. +=ΠΣ  0.7350 9 9)08.01(1. +=ΠΣ  0.5002 
5 5)08.01(1. +=ΠΣ  0.6806 10 10)08.01(1. +=ΠΣ  0.4632 
Πίνακας 31: Συντελεστής προεξόφλησης Cloud εγκατάστασης 3ης Περίπτωσης 
 Στον πίνακα που ακολουθεί γίνεται αναλυτική αποτύπωση των τιμών όλων των 
μεταβλητών του οικονομικού μοντέλου και στην συνέχεια αποτυπώνονται τα 
αποτελέσματα της σύγκρισης στο διάγραμμα που ακολουθεί. 
 Συμπερασματικά, ελέγχοντας και γραφικά το αποτέλεσμα του μοντέλου, είναι 
αρνητικό (ΔNPV<0) στην περίπτωση υλοποίησης υιοθετώντας το μοντέλο SaaS. Η 
επιχείρηση, σύμφωνα με το πρωταρχικό ερώτημα έχει ως απαίτηση αρχικά την μείωση 
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του κόστους και έπειτα την ασφάλεια. Άρα, η πλέον συμφέρουσα επιλογή, από άποψη 
κόστους, είναι η μεταφορά του συστήματος στο Cloud με χρήση του μοντέλου SaaS, 
αλλά, απαιτείται προσοχή διότι, μετά το πέμπτο έτος παρουσιάζει μεταβολή η 
καμπύλη και ακολουθεί ανοδική (θετική) πορεία. Σε αυτήν την περίπτωση η εταιρία θα 
πρέπει να επανελέγξει το κόστος με τη χρήση του οικονομικού μοντέλου που 
περιγράφεται και ανάλογα να προετοιμαστεί ή όχι για μεταφορά της εγκατάστασης 
εντός της επιχείρησης (on-premise). Αναφορικά με την ασφάλεια και το ρίσκο, θα 
πρέπει, να γίνει αποτίμηση των κινδύνων και του κόστους που απορρέει από αυτό πριν 
την λήψη της οριστικής απόφασης, ακόμη και στην περίπτωση που η εταιρία δεν 
υιοθετεί την ασφάλεια ως πρώτη επιλογή στο πρωταρχικό ερώτημα. Ο κύριος λόγος 
είναι ότι τα στελέχη της ΜμΕ αδυνατούν να εκτιμήσουν σε όλο το βάθος και ανάλυση 
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Πίνακας 32: Υπολογιζόμενα δεδομένα 3ης περίπτωσης




TC  DcCΤ DeCΤ S LT DcLΤ DeLΤ Ε SaaS 
1 €333,765.00 €885,600.00 €20,000.00 €32,271.20 €619,400.00 €223,265.00 €6,300.00 €7,148.18 €619,400.00 €95,101.54 
2 €122,040.00 €164,000.00 €20,000.00 €32,271.20 €495,520.00 €22,040.00 €6,300.00 €7,148.18 €619,400.00 -€33,630.25 
3 €122,040.00 €164,000.00 €20,000.00 €32,271.20 €371,640.00 €22,040.00 €6,300.00 €7,148.18 €619,400.00 -€144,979.03 
4 €122,040.00 €164,000.00 €20,000.00 €32,271.20 €247,760.00 €22,040.00 €6,300.00 €7,148.18 €619,400.00 -€240,824.89 
5 €122,040.00 €164,000.00 €20,000.00 €32,271.20 €123,880.00 €22,040.00 €6,300.00 €7,148.18 €619,400.00 -€322,845.01 
6 €124,480.80 €172,200.00 €21,600.00 €0.00 €12,388.00 €22,480.80 €6,300.00 €0.00 €619,400.00 -€382,438.58 
7 €126,970.42 €180,810.00 €23,328.00 €0.00 €12,388.00 €22,930.42 €6,300.00 €0.00 €619,400.00 -€367,313.18 
8 €129,509.82 €189,850.50 €25,194.24 €0.00 €12,388.00 €23,389.02 €6,300.00 €0.00 €619,400.00 -€353,269.09 
9 €132,100.02 €199,343.03 €27,209.78 €0.00 €12,388.00 €23,856.80 €6,300.00 €0.00 €619,400.00 -€340,237.76 
10 €134,742.02 €209,310.18 €29,386.56 €0.00 €12,388.00 €24,333.94 €6,300.00 €0.00 €619,400.00 -€328,143.41 




TC  DcCΤ DeCΤ S LT DcLΤ DeLΤ Ε IaaS 
1 €536,396.00 €885,600.00 €20,000.00 €32,271.20 €619,400.00 €404,336.00 €6,300.00 €17,684.99 €619,400.00 €300,399.62 
2 €167,596.00 €164,000.00 €20,000.00 €32,271.20 €495,520.00 €67,596.00 €6,300.00 €17,684.99 €619,400.00 €203,507.85 
3 €167,596.00 €164,000.00 €20,000.00 €32,271.20 €371,640.00 €67,596.00 €6,300.00 €17,684.99 €619,400.00 €121,610.17 
4 €167,596.00 €164,000.00 €20,000.00 €32,271.20 €247,760.00 €67,596.00 €6,300.00 €17,684.99 €619,400.00 €53,006.01 
5 €167,596.00 €164,000.00 €20,000.00 €32,271.20 €123,880.00 €67,596.00 €6,300.00 €17,684.99 €619,400.00 -€3,814.07 
6 €170,947.92 €172,200.00 €21,600.00 €0.00 €12,388.00 €68,947.92 €6,300.00 €0.00 €619,400.00 -€32,857.32 
7 €174,366.88 €180,810.00 €23,328.00 €0.00 €12,388.00 €70,326.88 €6,300.00 €0.00 €619,400.00 €11,098.57 
8 €177,854.22 €189,850.50 €25,194.24 €0.00 €12,388.00 €71,733.42 €6,300.00 €0.00 €619,400.00 €52,352.26 
9 €181,411.30 €199,343.03 €27,209.78 €0.00 €12,388.00 €73,168.08 €6,300.00 €0.00 €619,400.00 €91,059.01 
10 €185,039.53 €209,310.18 €29,386.56 €0.00 €12,388.00 €74,631.45 €6,300.00 €0.00 €619,400.00 €127,387.54 
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Η επιλογή του καλύτερου εξωτερικού συνεργάτη παροχής υπηρεσιών που να 
καλύπτει τις ανάγκες μιας ΜμΕ είναι μεγάλη πρόκληση. Συνήθως, τα κριτήρια που 
επηρεάζουν την επιλογή ενός οποιουδήποτε εξωτερικού συνεργάτη στον κόσμο των 
επιχειρήσεων είναι [148] [146] [147] [2]: 
● Η μακρόχρονη φήμη καλής εξυπηρέτησης. 
● Η εγγύτητα του με την έδρα της επιχείρησης 
● Η εμπειρία στον τομέα της επιχείρησης  
● Η συμβατότητα των συστημάτων του με τις εφαρμογές που χρησιμοποιούνται 
ήδη. 
● Η πιστοποίηση του για την ποιότητα των προσφερόμενων υπηρεσιών και την 
ασφάλεια του. 
● Βραβεία από διεθνής οργανισμούς σχετικούς με την ποιότητα και ασφάλεια. 
● Η επιτυχημένη πορεία χωρίς δυσάρεστα, αρνητικά περιστατικά.  
● Η υγιής επιχειρηματική δραστηριότητα χωρίς πιστωτικά προβλήματα. 
Τα επιπλέον κριτήρια που πρέπει να ληφθούν υπόψη για την επιλογή του 
παρόχου Cloud υπηρεσιών είναι τα παρακάτω [149]: 
• Η ευελιξία των συστημάτων του παρόχου, συγκεκριμένα πόσο εύκολα και γρήγορα 
μπορεί το σύστημα να προσαρμοστεί σε αλλαγές που θέλει ο πελάτης. 
• Το κόστος των παρεχόμενων υπηρεσιών. 
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• Η απόδοση των συστημάτων και κατά πόσο είναι αποδεκτή σε συνδυασμό με το 
κόστος. 
• Η ασφάλεια και ιδιωτικότητα και κατά πόσο ο πάροχος είναι σε θέση να την 
εγγυηθεί. 
• Η εμπιστοσύνη ότι ο πάροχος θα σεβαστεί και θα τηρεί απαρέγκλιτα το SLA χωρίς 
κρυφά κόστη. 
• Η ευχρηστία των συστημάτων του παρόχου. Σημαντική παράμετρος που θα 
προσδώσει μείωση διαχειριστικού κόστους. 
   
Παράλληλα, θα πρέπει να ελεγχθεί αν ο πάροχος φιλοξενεί (αποθηκεύει) τα 
δεδομένα σε αποθηκευτικούς χώρους εντός της χώρας που δηλώνει και αν τα 
επεξεργάζεται στην ίδια εγκατάσταση, ή έστω, σε άλλη χώρα της Ευρώπης. Σε 
διαφορετική περίπτωση μπορεί να υπάρξουν επιπλέον φορολογικές ή νομικές 
απαιτήσεις που θα επιβαρύνουν κοστολογικά την απόφαση μετάβασης. 
Εκτός όμως των παραπάνω κριτηρίων, η επιρροή του επιχειρησιακού μεγέθους 
ενός εξωτερικού παρόχου Cloud υπηρεσιών έχει πολύ μεγάλη σημασία. Μια υγιής 
μεγάλη επιχείρηση θα ενισχύσει την πίστη που αισθάνεται ο πελάτης και θα 
συρρικνώσει την πιθανότητα και ως αποτέλεσμα το ρίσκο που υπάρχει, στην 




8.2 Μετάβαση σε Βήματα 
 Ο φορέας Institute of Electrical and Electronics Engineers (IEEE) έχει υιοθετήσει 
το PMBOK (Project Management Body of Knowledge), ως πρότυπο IEEE (1490-2003), το 
οποίο είναι αναγνωρισμένο παγκοσμίως ως ένα εκ των βασικών προτύπων για την 
διαχείριση έργων.  
 Σύμφωνα με το PMBOK και με τον προγραμματισμό που πρέπει να έχει 
προηγηθεί, η μετάβαση στο Cloud θα πρέπει να γίνει σε βήματα, σεβόμενοι τα χρονικά 
ορόσημα, τους απαραίτητους ελέγχους και την εκπαίδευση των εμπλεκομένων.  
 Στην περίπτωση που η επιχείρηση είναι νέα και δεν υπάρχει πληροφοριακή 
υποδομή η έναρξη λειτουργίας στο Cloud είναι σαφέστατα πιο εύκολη υπόθεση 
συγκριτικά με τις μεταβάσεις-μεταφορές των datacenters που βρίσκονται σε 
λειτουργία. Από την άλλη, όταν πρόκειται για ολοκληρωτική μετάβαση ή μετάβαση 
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ορισμένων πληροφοριακών συστημάτων των ΜμΕ στο Cloud σημαντικά διαχειριστικά 
ζητήματα ανακύπτουν. Η μετάβαση θα πρέπει να είναι ομαλή, χωρίς νεκρούς χρόνους 
(down-time), με το δυνατόν λιγότερες, δαπανώμενες εργατοώρες από τα στελέχη της 
επιχείρησης και χωρίς προβλήματα και δυσλειτουργίες. Για αυτούς τους λόγους θα 
πρέπει να καταρτιστεί ένα σχέδιο μετάβασης με το οποίο να συμφωνήσουν τα 
εμπλεκόμενα μέλη σύμφωνα με τα πρότυπα και κανόνες που ορίζονται για την 
διαχείριση έργων (project management). Καίριας σημασίας εργασίες που θα πρέπει να 
συμπεριληφθούν στον προγραμματισμό είναι οι παρακάτω [170], [171]: 
1. Η απόφαση για το ποιες εφαρμογές θα μεταφερθούν στο Cloud. Αρχικά, γίνεται 
μια πρώτη εκτίμηση των απαιτήσεων από το τμήμα πληροφορικής της ΜμΕ, αν 
υπάρχει, ή από εξωτερικό συνεργάτη. Για παράδειγμα, αν το κόστος βλαβών των 
μέσων αποθήκευσης είναι υψηλό και το μεγαλύτερο μέρος αυτών είναι στον 
εξυπηρετητή αλληλογραφίας (mail server) τότε αυτός είναι ένας καλός υποψήφιος 
για μετάβαση στο Cloud. Σύμφωνα με έρευνα που πραγματοποίησε το Τμήμα 
Επιχειρηματικής Καινοτομίας και Νέων Δεξιοτήτων της Βρετανικής Κυβέρνησης σε 
δείγμα 172 επιχειρήσεων που απάντησαν στην ερώτηση «ποια επιχειρηματική 
διαδικασία θα μεταφέρατε στο Cloud» ένα 45% ανέφερε την ιστοσελίδα, ένα 26% 
ανέφερε τα email, ένα 20% ανέφερε τις ηλεκτρονικές πληρωμές, ένα 16% την 
μισθοδοσία, ένα 21% το data storage, ενώ ένα ποσοστό 5% μόνο ανέφερε τα 
οικονομικά και λογιστικά δεδομένα [150].  
2. Ανάθεση της μελέτης των απαιτήσεων σε έμπειρους επαγγελματίες του χώρου. 
Ζητείται η συγγραφή μελέτης από εξειδικευμένο εξωτερικό συνεργάτη με στόχο 
την ανάδειξη της συμφέρουσας επιλογής για την επιχείρηση. [34] 
3. Υψηλής σημαντικότητας διαδικασία είναι ο σχεδιασμός για αντιμετώπιση 
περιπτώσεων καταστροφών και οι καταγραφή των διαδικασιών επαναφοράς σε 
λειτουργική κατάσταση. (Disaster Recovery planning).  
4. Η διαδικασία της ανάλυσης ρίσκου και κινδύνου (Risk analysis-assessment) θα 
πρέπει να γίνει με δύο αντικειμενικούς στόχους, α) την ανάλυση του ρίσκου για 
θέματα ασφάλειας στο Cloud αλλά και για β) την μέτρηση του αντίκτυπου που θα 
έχει στην ΜμΕ η μετάβαση αυτή [38]. Σημαντικό ερώτημα που θα πρέπει να 
απαντηθεί είναι το αν θα επηρεαστούν κρίσιμες διαδικασίες μέσω της μετάβασης 
[34]. Σύμφωνα με το PMBOK, υπάρχουν έξι διαδικασίες για την διαχείριση του 
κινδύνου του έργου. Αυτές είναι οι α) σχεδιασμός διαχείρισης κινδύνου, β) 
προσδιορισμός κινδύνων, γ) ποιοτική ανάλυση κινδύνου, δ) ποσοτική ανάλυση 
κινδύνου, ε) σχεδιασμός απόκρισης στους κινδύνους και στ) παρακολούθηση και 
έλεγχος των κινδύνων. Φυσικά, αυτή όλη η ανάλυση θα πρέπει να 
πραγματοποιηθεί από ειδικούς του χώρου. 
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5. Αναζήτηση νομικής υποστήριξης για την πλήρη και σε βάθος κατανόηση του SLA 
του παρόχου αλλά και την ενημέρωση σχετικά με νομικής φύσεως θέματα 
(αρμοδιότητα δικαστηρίων, σχετικές δικλείδες, κλπ) [34]. 
6. Δημιουργία χρονικού πλάνου (time management) για την μεταφορά με χρήση 
διαγραμμάτων GANTT και ορισμού χρονικών ορόσημων. 
7. Ανάθεση σε εξωτερικούς συμβούλους της εύρεσης καλύτερης επιλογής παρόχου 
και πλάνου στην περίπτωση που το εσωτερικό τμήμα πληροφορικής δεν έχει τις 
κατάλληλες γνώσεις [34]. 
8. Μετά την επιλογή του κατάλληλου παρόχου και πριν την οριστική μετάβαση θα 
πρέπει να γίνει δοκιμαστική εγκατάσταση και λειτουργία στον πάροχο (Trial) με 
στόχο την αναζήτηση προβλημάτων και δυσλειτουργιών.  
9. Εκπαίδευση του προσωπικού και των χρηστών στο δοκιμαζόμενο σύστημα. 
10. Αντιμετώπιση προβλημάτων που θα προκύψουν από την εκπαίδευση και την 
δοκιμαστική χρήση. 
11. Σχεδιασμός δημιουργίας αντιγράφων ασφαλείας (Backup Planning) σε άλλη 
τοποθεσία ή ακόμη και σε άλλο πάροχο αν υπάρχει συμβατότητα. 
12. Οριστικοποίηση παρόχου, υπογραφή των συμβολαίων. 
13. Μετάβαση των συστημάτων και των δεδομένων. 
14. Ολοκλήρωση της εκπαίδευσης των χρηστών. 
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Στα πλαίσια της εργασίας δημιουργήθηκε διαδικτυακή εφαρμογή με σκοπό την 
υλοποίηση και προβολή της μεθοδολογίας του πρωταρχικού κανόνα επιλογής και του 
οικονομικού μοντέλου ανάλυσης και στόχο την δημιουργία ενός ολοκληρωμένου, 
λειτουργικού συστήματος λήψης απόφασης για τις ΜμΕ άμεσα συνδεδεμένο με τους 
επιχειρηματικούς στόχους.  
 
 
9.2 Περιγραφή Τεχνολογιών 




3. Google Charts 
4. HTML5 
5. Javascript 
Κατά την χρήση της εφαρμογής δεν αποθηκεύονται προσωπικά στοιχεία των 
χρηστών, ούτε τα δεδομένα που καταχωρούνται από αυτούς. Για στατιστικούς 
λόγους γίνεται μόνο καταγραφή επισκεψιμότητας με χρήση της εφαρμογής Google 
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Webmaster Tool. Η εφαρμογή φιλοξενείται στην υποδομή Cloud, Okeanos, του 
Εθνικού Δικτύου έρευνας και Τεχνολογίας (ΕΔΕΤ, grnet.gr, https://okeanos.grnet.gr) 
 
 
9.3 Περιγραφή Εφαρμογής 
 Η εφαρμογή αποτελείται από τις παρακάτω ενότητες που αντιπροσωπεύουν και 
τις επιλογές του κεντρικού μενού πλοήγησης: 
 
1. Αρχική (index.html). Είναι η αρχική ιστοσελίδα στην οποία παρουσιάζεται ο 
τίτλος της εφαρμογής (εικόνα). 
 
 
Εικόνα 22: Αρχική σελίδα 
 
2. Πρωταρχικός Κανόνας (rule.html). Παρουσιάζεται γραφικά ο πρωταρχικός 
κανόνας επιλογής κριτηρίων. Όταν ο χρήστης επιλέξει τα δύο κριτήρια από τα 
τρία , παρουσιάζεται η πρόταση υλοποίησης.  
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Εικόνα 23: Πρωταρχικός κανόνας 
 
3. Υπολογιστικό εργαλείο (calculator.html). Είναι η βασική ιστοσελίδα, στην 
οποία παρουσιάζεται βηματικά α) η Περιγραφή και οι οδηγίες χρήσης, β) Ο 
πρωταρχικός κανόνας των κριτηρίων, γ) οι τομείς οικονομικής επιβάρυνσης, δ) 
τα οικονομικά αποτελέσματα και ε) η γραφική απεικόνιση των αποτελεσμάτων. 
Παράλληλα, έχουν εισαχθεί ως παραδείγματα, δεδομένα τριών (3) εταιριών 
προς διευκόλυνση των χρηστών. 
 
Εικόνα 24: Υπολογιστική διαδικασία 
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4. Σχετικά (about.html). Στην συγκεκριμένη ιστοσελίδα παρουσιάζονται γενικά 
στοιχεία περί της εφαρμογής, του οικονομικού μοντέλου και πληροφορίες 
σχετικά του πρωταρχικού κανόνα επιλογής. Παράλληλα περιγράφεται ο σκοπός 
δημιουργίας της ιστοσελίδας. Υπάρχει ειδική μνεία στα λογισμικά και εργαλεία 
που χρησιμοποιήθηκαν για την δημιουργία τους τα οποία είναι ανοικτού 
λογισμικού, ανοικτού κώδικα. Τέλος, δηλώνεται ρητά ότι δεν αποθηκεύονται 
στοιχεία βάσει των δεδομένων που καταχωρούν οι χρήστες της εφαρμογής.  
 
Εικόνα 25: Σχετικές πληροφορίες 
 
5. Επικοινωνία (contact.html). Παρουσιάζεται ο τρόπος και τα στοιχεία 
επικοινωνίας με τους δημιουργούς της διαδικτυακής εφαρμογής. 
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Εικόνα 26: Επικοινωνία με τους δημιουργούς 
 
Ο κώδικας υλοποίησης της διαδικτυακής εφαρμογής υπάρχει ως παραδοτέο 
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Στην ενότητα αυτή συνοψίζονται τα συμπεράσματα και τα ευρήματα, από την 
μελέτη των κριτηρίων και παραγόντων που λαμβάνουν μέρος στην διαδικασία μελέτης, 
με στόχο την δημιουργία ενός μοντέλου λήψης απόφασης βασισμένο σε κοστολογικά 
κριτήρια και σύμφωνο με τις ανάγκες των ΜμΕ για μεταφορά των πληροφοριακών 




 Σύμφωνα με την ανάλυση που προηγήθηκε, δεν μπορεί να επιτευχθεί το 
επίπεδο ασφάλεια στο Cloud που υπάρχει σε μια εσωτερική on-premise εγκατάσταση, 
χωρίς σημαντική αύξηση του κόστους λόγω υιοθέτησης ακριβών και δύσχρηστων – 
πολύπλοκων τεχνικών που αυξάνουν το διαχειριστικό κόστος.  
Η παρουσίαση του πρωταρχικού ερωτήματος, με επιλογή δύο (2) εκ των τριών 
(3) κριτηρίων, τα οποία είναι η ασφάλεια, το κόστος και η απόδοση, και η διασύνδεση 
του με τα βήματα διοίκησης και διαχείρισης έργου είναι καίριας σημασίας ενώ η 
απάντηση του ερωτήματος πρέπει να γίνεται σε πρότερο χρόνο της οικονομικής 
ανάλυσης των περιπτώσεων υλοποίησης. Ο λόγος είναι το υψίστης σημασίας κριτήριο 
της ασφάλειας, μιας και στο Cloud είναι πιο μεγάλη η πιθανότητα να συμβεί ένα 
περιστατικό ασφάλειας από ότι στην εσωτερική εγκατάσταση [154]. Οποιοδήποτε  
περιστατικό ασφάλειας έχει ως αποτέλεσμα την οικονομική επιβάρυνση, σε τέτοιο 
βαθμό, που ανατρέπεται το αποτέλεσμα της ανάλυσης TCO και ΔNPV προς όφελος της 
εσωτερικής εγκατάστασης. 
Institutional Repository - Library & Information Centre - University of Thessaly
09/12/2017 12:57:35 EET - 137.108.70.7




Εικόνα 27: Λέξεις κλειδιά 
Η ανάδειξη των αποσβέσεων και εισαγωγή τους στο οικονομικό μοντέλο 
απόφασης είναι σημαντικό για την πληρέστερη καταγραφή και απεικόνιση όλων των 
παραμέτρων που επηρεάζουν το TCO. 
Ομοίως, η μελέτη και σύγκριση του κόστους του downtime στις περιπτώσεις on-
premise και Cloud και η εισαγωγή τους στον τύπο εύρεσης των αντίστοιχων ΔNPV, 
πραγματοποιήθηκε για λόγους πληρότητας αλλά και για την ανάδειξη της 
σπουδαιότητας της οικονομικής επιβάρυνσης. 
Μέσω της μελέτης περιπτώσεων ΜμΕ, που ανταποκρίθηκαν στην έρευνα που 
διενεργήθηκε στα πλαίσια της εργασίας, ελέγχθηκε το οικονομικό μοντέλο και 
συνολικά το μοντέλο απόφασης που προτείνεται στην εν λόγω εργασία, αναλύοντας 
κατά περίπτωση α) τις επιλογές που έκαναν στα κριτήρια του πρωταρχικού κανόνα 
καθώς και β) την πιθανή μετάβαση στο Cloud σύμφωνα με οικονομικά κριτήρια με 
χρήση των μεθόδων TCO και ΔNPV. Στην φάση της ανάλυσης, μεγάλη σημασία πρέπει 
να δίνεται στην αποτύπωση των απαιτήσεων και τις ιδιαιτερότητες της κάθε ΜμΕ, μιας 
και σε αυτές μπορεί να υπάρχουν κρυφά κόστη που μπορεί να μην εμφανιστούν στην 
αρχική μελέτη αλλά να επιβαρύνουν στην συνέχεια την λειτουργία του έργου [48], [49]. 
Σημαντικό σημείο της εργασίας είναι και η προτεινόμενη μεθοδολογία επιλογής 
παρόχου και τα περιγραφόμενα βήματα μετάβασης, μιας και κατά την διαδικασία της 
επιλογής ένα σφάλμα μπορεί να αποφέρει κόστος που δεν είναι προϋπολογισμένο και 
να οδηγήσει το έργο σε αποτυχία. 
Τέλος, ως σημαντική παρατήρηση σχετικά με την μέθοδο ανάλυσης που 
περιγράφηκε είναι ότι, όλες οι επιχειρήσεις πρέπει να παρακολουθούν στενά τα κόστη 
των datacenter τους και να επανελέγχουν τις κοστολογικές αποδόσεις με χρήση της 
ΔNPV για να μπορούν να μεταβούν από εσωτερική εγκατάσταση στο Cloud και 
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αντίστροφα το δυνατόν συντομότερα, εκμεταλλευόμενοι με αυτόν τον τρόπο το 
όφελος που προκύπτει από την διαφορά του κόστους, προσέχοντας την σημαντικότατη 
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