

















La   evolución   en   la   capacidad   de   los   sistemas   empotrados   y,   en 
particular,  de  aquellos  sistemas  embarcados  en   terminales  móviles,  hacen 
posible que hoy en día puedan ofrecer servicios avanzados que antes sólo se 
concebían   para   redes   y   sistemas   de  mayor   envergadura   tales   como   PCs 
conectados  a través de Internet.  En el  nuevo escenario de  los servicios en 
movilidad  las  tecnologías  inalámbricas   juegan un papel   fundamental,  y  se 





Entre   esas   tecnologías   destacan   Bluetooth,   como   base   para   las 
comunicaciones   inalámbricas   y   CORBA,   como   plataforma  middleware.   Si 
bien, las características de ambas tecnologías son bastante adecuadas al tipo 
de   entornos  mencionado,   es  necesario   acomenter   ciertas  adaptaciones   que 
tengan   en   cuenta   las   particularidades   y   situaciones   que   se   dan   en   estos 
entornos  y que garanticen un correcto  acceso  a los servicios y una gestión 
inteligente de las conexiones. 






base   común   para   el   desarrollo   de   nuevos   servicios,   y   prueba   de   ello   lo 







tesis.  A   ellos   les   agradezco   la   confianza   que   han   depositado   en  mi   para 




































































































































































































































Estas   fuentes   generan   una   gran   cantidad   de   información   con   un   gran 
potencial para ofrecer nuevos servicios. Un ejemplo de esta nueva situación lo 




datos,   diseminando   información   de   diversos   tipos   (datos   en   tiempo   real, 
imágenes, vídeo, etc.)  [1]. Esta información ayuda a las administraciones de 
gestión   del   tráfico   a   tomar   decisiones,   llevando   a   cabo   las   actuaciones 
apropiadas para reducir la congestión y mejorar el rendimiento global de la 
red de tráfico  [2].  Pero toda esta información también puede ser útil  si  se 
traslada a otros ámbitos como los entornos urbanos inteligentes,   donde la 
actividad humana tiene lugar. 
El   desarrollo   de   los   sistemas   para   entornos   urbanos   inteligentes 







una   notable   heterogeneidad   tanto   en   las   tecnologías   y   modelos   de 
comunicación empleados como en la funcionalidad a la que están destinados. 






















El   objetivo   final   consiste   en   conseguir   un   sistema   que   permita   la 
interoperabilidad de servicios en entornos urbanos y sistemas inteligentes de 
transporte   basándose   en   las   tecnologías   anteriormente   citadas.   La 
heterogeneidad   de   sistemas   a   la   que   se   hacía  mención   en   relación   a   las 
iniciativas  existentes  es  más  notable  en el  caso  particular  de   los  entornos 
urbanos inteligentes, lo que implica un menor grado de estandarización pero 







se   realiza   un   estudio   de   las   tecnologías   inalámbricas   prestando   especial 
atención a aquellas características relevantes para el tipo de sistemas sobre el 
que trata  la Tesis.  En este capítulo se hace un especial  tratamiento de la 
tecnología Bluetooth. En el capítulo 4 se describen las contribuciones y cómo 
estas influyen sobre la arquitectura del sistema completo, terminando con los 














La   fuerte   evolución   que   la  microelectrónica   analógica   y   digital   ha 
tenido en los últimos años ha propiciado el desarrollo de una amplia y potente 
gama de microprocesadores, reduciendo a la vez su tamaño y consumo. Uno 














instrucciones   específicas   que   aceleran   las   operaciones   básicas 
utilizadas en el tratamiento digital de señales. Los DSPs actuales han 
evolucionado   internamente   hacia   arquitecturas   complejas   que 
mejoran el rendimiento en cada ciclo de reloj y aumentan el grado de 
paralelismo.   Un   ejemplo   interesante   de   esta   característica   es   la 
arquitectura   VLIW   (Very   Long   Instruction   Word),   utilizada   en 
algunos DSPs de Texas Instruments®, como en el caso de la familia 
C6000,   que   empaqueta   las   instrucciones   en   grupos  de  hasta   ocho 
instrucciones   que   se   ejecutan   en   paralelo   gracias   a   que   las 
estructuras que componen la unidad aritmético­lógica son replicadas. 
De esta forma, un DSP funcionando, por ejemplo, a 600 MHz, podría 
alcanzar   hasta   los   4800   MMACS   (millones   de   instrucciones   de 
multiplicación/acumulación   por   segundo)#.   Los   entornos   y 





como  la  calidad de   las  herramientas  de  compilación*,   capacidad de 
depuración o incluso la disponibilidad de código reutilizable en forma 
de librerías y sistemas operativos muy básicos. 
• Arquitecturas  procesadoras  System­on­a­Chip   (SoC).  Se   trata 










◦ Diversidad   de   periféricos.   Muchos   de   ellos   enfocados   a   la 
conectividad en redes de comunicaciones.







a   estos   procesadores   que   continuamente   aportan   drivers   y 
mejoras,   especialmente   en   el   ámbito   de   las   distribuciones 
GNU/Linux.
◦ Bajo coste.





◦ Han   incrementado   la   densidad   de   bloques   lógicos,   pudiendo 













◦ Las   herramientas   de   desarrollo   han   mejorado   notablemente, 
facilitando   el   desarrollo,   la   depuración   y   la   reutilización   de 
diseños.
Como   se   puede   apreciar,   la   evolución   en   el  ámbito   de   los   sistemas 











El   apoyo   que   se   está   dando   desde   algunas   instituciones   públicas 
constituye   una   prueba   de   la   importancia   del   desarrollo   de   los   sistemas 
empotrados. Mencionar, en este sentido, las plataformas para la promoción de 
los  sistemas empotrados  denominadas PROMETEO  [4],  a  nivel  nacional  y 
ARTEMIS [5], a nivel europeo. El objetivo de estas iniciativas es extender el 
desarrollo y uso de los sistemas empotrados en ámbitos de aplicación muy 
diversos.  En   el   caso  particular  de   las   aplicaciones  para   entornos  urbanos 
inteligentes, estos sistemas constituyen la base hardware para dar soporte a 
los servicios.




se   aprecia   una   separación   en   dos   grandes   líneas.   Por   un   lado,   existen 
iniciativas orientadas a aplicaciones para sistemas de transporte inteligentes 







Dentro   de   las   iniciativas   tecnológicas   para   sistemas   inteligentes   de 
transporte, la mayor parte del esfuerzo de investigación se centra en el tráfico 
por   carretera,   aunque   existen   también   importantes   iniciativas   para   otros 
medios   de   transporte,   como   el   sistema   ERTMS   (European   Rail   Traffic 



















































La   información   de   la  matrícula   puede   servir   incluso   para   detectar 











conexión a redes  han  ido creciendo en  los últimos años.  En el  caso  de  los 
equipos  de  tráfico,   la   comunicación se  produce   fundamentalmente entre  el 
equipo y un centro de control, aunque la valiosa información que estos equipos 












estándar   IEEE 802.11p.  Este   estándar   supone  una   corrección  al   estándar 
IEEE 802.11 sobre redes inalámbricas de área local para dar soporte a las 
comunicaciones   entre   vehículos   (V2V)   y   entre   los   vehículos   y   la 
infraestructura (V2I). Por este motivo, al estándar IEEE 802.11p también se 
le   conoce   como  WAVE   (Wireless   Access   in   Vehicular   Environment).   Las 
principales  modificaciones  propuestas  en   IEEE 802.11p  se  describen en el 
capítulo   3.  El   proyecto  de  definición  del   estándar   se   origina  a   raíz  de   la 
decisión de la Comisión Federal de Comunicaciones de Estados Unidos (FCC) 
de   reservar   una   banda   en   torno   a   los   5,9GHz   (de   los   5,850GHz   a   los 
5,925GHz) para las comunicaciones dedicadas de corto alcance (DSRC).  La 
banda DSRC fue reservada en Estados Unidos en 1999 para uso exclusivo de 
comunicaciones   V2V   y   V2I  [7].   Su   objetivo   es   habilitar   aplicaciones   de 
seguridad públicas que permitan evitar accidentes de tráfico y mejorar el flujo 
de   vehículos.  En  Europa,   la  Conferencia  Europea  de  Administraciones  de 
Correos  y  Telecomunicaciones   (CEPT)   reservó   en   2008  una  banda  similar 
(desde los 5,875GHz a los 5,905GHz) con el mismo propósito. 





física   (PHY).  Sin  embargo,   estándares   como   IEEE 1609.3   se   encargan  de 






Según   la   arquitectura   propuesta   en   IEEE   1609,   las   aplicaciones 
ordinarias pueden hacer uso de protocolos habituales como TCP/IP, aunque 
aparecen  nuevos   protocolos   como  WSMP  (WAVE  Short  Message  Protocol) 
para   el   intercambio   rápido   y   fiable   de   mensajes,   más   adecuado   para 
aplicaciones de seguridad donde un tiempo de latencia bajo es esencial. 
Por   otra   parte,   existe   un   grupo   de   trabajo   del   ISO   (International 
Organization for  Standardization)  denominado TC204 WG16 encargado del 
desarrollo   de   una   familia   de   estándares   conocidos   como   CALM 








































compatible   con   los   servicios   de   Internet   y   no   sufre   las   restricciones   de 
direccionamiento de IPv4. Para las aplicaciones de seguridad donde el tiempo 
es   un   factor   crítico,   CALM  dispone   de  modos   de   operación   rápidos   para 
mensajes cortos que no necesitan usar IPv6. 




V2V,   creando   redes   cooperativas   dinámicas   para   la   comunicación 






















































objetivos   de   este   proyecto,   desarrollando   aplicaciones   para   evitar 
accidentes. 
• CVIS [10]. Este proyecto involucra tanto comunicación V2V como V2I 




de   aplicaciones   telemáticas   innovadoras.   Al   igual   que   en   otros 
proyectos, la seguridad es clave en el desarrollo de las aplicaciones. 
Sistemas para entornos inteligentes
En el  caso de  los sistemas para entornos   inteligentes,   las  iniciativas 
existentes no tienen un nivel de estandarización comparable al caso de las 






función del   tipo  de  usuario.  Así,   por   ejemplo,   los   sistemas de   información 
turísticos ofrecen información concreta sobre el lugar en el que se encuentra el 





Algunos   sistemas,   como  Talking­Points  [13][14]  o   InfoSign  [15]  combinan 
Bluetooth,   para   la   detección   de   los   terminales   y   la   transmisión   de   un 
identificador, con accesos a Internet a través de la infraestructura de telefonía 
móvil, usando GPRS o UMTS. De este modo, el terminal puede consultar en 
Internet   la   información   asociada   a   dicho   identificador.   InfoSign,   además, 
plantea otras alternativas a la ubicación de la información, como, por ejemplo, 
el  almacenamiento  local  en el   terminal o   la transmisión de la  información 
directamente  por  Bluetooth.  En   cuanto  al   tipo  de  usuario,   tanto  Talking­
Points   como   InfoSign   están   enfocados   a   personas,   invidentes   o   no,   que 
necesitan información de interés sobre el punto en el que se encuentran, ya 
sea   de   tipo   turístico,   educativo   o   comercial.   Sin   embargo,   existen   otros 




URNA   están   relacionadas   con   el   tráfico   y   la   orientación,   ofreciendo 
instrucciones a los usuarios para cruzar la calle cuando el semáforo está en 
verde,   por   ejemplo.  URNA   también   emplea  Bluetooth   como   tecnología   de 
comunicación.
Como   se   mencionó   anteriormente,   la   información   de   orientación   y 
localización puede resultar especialmente útil para el colectivo de invidentes, 
y son precisamente los sistemas de localización y posicionamiento una de las 










la   correspondencia  con  la  potencia  recibida  no  sea  sencilla  de  determinar. 
Además,   la variabilidad del  RSSI es bastante amplia,  como se muestra en 
[27].   En  [28]  se   propone   la   utilización   de   filtros   de   Kalman   para   el 
procesamiento del RSSI, pero aún así, los resultados siguen teniendo un error 
significativo.  Otros   estudios,   como  [29]  y  [30],   sugieren usar  el  parámetro 
“Link  Quality”   en   lugar  del  RSSI  por   tener  una  mejor   correlación  con   la 
potencia recibida. El parámetro que mayor precisión ofrece para determinar la 




la   potencia   recibida   está   afectada   por   múltiples   factores   en   el   canal 
principalmente derivados de los obstáculos existentes en los entornos urbanos 
(paredes,  techos,  elementos metálicos,  etc.),   lo que impide crear un modelo 
válido que relacione la distancia con la potencia recibida en todos los entornos.
Middleware y soporte a los servicios










Este   problema   no   es   nuevo   ni   específico   de   los   entornos   urbanos 
inteligentes. Desde el ámbito informático, hace años que se vienen empleando 
soluciones   que   pasan   por   establecer   una   base   común   lo   suficientemente 
genérica   para   dar   soporte   a   esos   servicios.  Esta   base   común  da   lugar   al 
concepto de middleware. Hoy en día existen diversas plataformas middleware 
que   pueden   ser   adaptadas   a   las   aplicaciones   para   entornos   urbanos 
inteligentes y, de hecho, algunos de los sistemas comentados anteriormente 




La  organización de   la   red  y   el  modo  de   intercambio  de   información 







las   redes   TCP/IP,   a   menudo   interconectadas   a   través   de   una   gran 
infraestructura  como  Internet,  donde   las   transacciones   las  ejecutan  PCs  y 
servidores.   En   una   primera   aproximación,   la   adaptación   a   los   entornos 
urbanos   inteligentes  consistiría en conectar   los  terminales  móviles  a  estas 
redes de modo que pudieran hacer uso de los servicios como si de un PC se 
tratase.  Esto no siempre es posible o,  al  menos,  no directamente.  Por este 
motivo, algunos sistemas introducen el concepto de “puente”. Un puente actúa 







































La primera   iniciativa  surge  de  una especificación del  organismo que 
coordina   el   desarrollo   de   CORBA,   una   plataforma   middleware   bastante 
popular y con amplia difusión. La especificación de Wireless CORBA* permite 









la   fecha   se   ha   realizado   sobre  MICO,   una   plataforma  CORBA  de   código 
abierto.  Dicha implementación ya incluye las adaptaciones necesarias para 




como  [34],   sugieren   el   uso   de   registros   adicionales   de   terminales   en 





ALICE  [36].   Esta   iniciativa   comparte   con   Wireless   CORBA   algunas 











unos   “sockets”   especiales   denominados   NCSOCKS   (Nomadic   Computing 
SOCKetS),   que   abstraen   de   la   tecnología   inalámbrica   utilizada   (WiFi, 
Bluetooth  o   IrDA).  La  arquitectura   se  basa  en  el  uso  de   “mediadores”  de 
manera   que   un   terminal   se   conecta   a   un  mediador   a   través   de   una   red 
inalámbrica,   y   éste   se   encarga   de   establecer   comunicación   con   otros 
mediadores   remotos   a   través   de  procedimientos   remotos,  CORBA u   otras 

































Las   redes  MANET   (Mobile  Ad  hoc  NETworks)   se   forman  mediante 
conexiones inalámbricas entre terminales sin necesidad de que medie ninguna 
infraestructura   fija.  En cierto modo,  algunas de las soluciones comentadas 
pueden encuadrarse dentro del concepto de MANET. Uno de los principales 
problemas   que   afrontan   este   tipo   de   redes   es   el   enrutamiento   de   la 
información, lo que ha dado lugar a numerosos estudios al respecto. En una 




como   fuente   de   la   información,   como   destino   de   la   información   o   como 
encaminadores. A diferencia de las redes TCP/IP convencionales, la dificultad 
del   encaminamiento   radica   en   la   gran   variabilidad   de   la   red,   donde 
constantemente entran y salen dispositivos que no se conocen a priori.  La 
solución pasa por el desarrollo de protocolos de encaminamiento dinámico, y 
en   esta   tarea   están   involucrados,   además   de   investigadores,   organismos 
internacionales   como   el   IETF,   a   través   de   su   grupo   de   trabajo  MANET. 
Actualmente existen diversas iniciativas basadas en protocolos como LUNAR 
[44]  o  DSR  [45],  aunque también existen otras  basadas en protocolos  más 
conocidos como Mobile IP [46]. Algunos de estos esquemas de funcionamiento 
también   han   sido   combinados   con   la   arquitectura   basada   en   puentes, 










las   transacciones.   Diversos   factores   como   la   potencia   de   señal   de   los 
radioenlaces,   la   tasa   de   errores   (BER)   o   incluso   la   capacidad   gráfica   del 
terminal afectan a  la calidad del  servicio.  Por este motivo,   los aspectos de 
calidad del servicio (QoS) han dado lugar a una serie de estudios en los que se 
trata sobre la implantación de mecanismos QoS en las adaptaciones de las 
plataformas   middleware.   En   algunos   casos,   las   propias   tecnologías 
35
2. Estado del arte
inalámbricas   ya   disponen   de  mecanismos   de   QoS,   por   lo   que   puede   ser 
conveniente   delegar   algunas   de   estas   funciones   en   la   propia   torre   de 
protocolos   del   enlace   inalámbrico   mientras   que   otras   funciones   deben 
derivarse a las capas middleware,  tal  y como se indica en  [47]. En el  caso 
particular   de   las   redes   Bluetooth,   existen   diversos  mecanismos  QoS   que 





restricciones   sobre   la   calidad   del   servicio   derivadas   del   efecto   de   dichas 
interferencias sobre el througput y los tiempos de conexión a la red (del orden 
de 2,5 segundos).
Para   solucionar   los   problemas   relacionados   con   la   heterogeneidad 
derivados   de   las   capacidades   de   procesamiento   y   representación   de   la 
información   de   los   terminales,   se   plantea   el   concepto   de   “middleware 
reflectivo”  [50].  El   “middleware   reflectivo”   analiza   su  propio   estado   y   sus 
capacidades y las toma en consideración para adaptar su comportamiento. De 









y   el   middleware.   Estos   tres   elementos,   convenientemente   combinados, 
constituyen la base para la armonización de los servicios. 
Se aprecia también un notable esfuerzo de estandarización en el ámbito 
concreto   de   los   sistemas   inteligentes   de   transporte,   especialmente   en   el 
transporte por carretera, a diferencia de los sistemas para entornos urbanos 
inteligentes,  donde   existe  una  mayor  dispersión  y   especificidad.  Entre   las 
soluciones  más  genéricas  destaca  el  uso  de  plataformas  middleware  y,  en 
particular, CORBA. 





















plantean   a   la   hora   de   ofrecer   servicios   en   entornos   urbanos   inteligentes. 






• Los   terminales   viajan   entrando   y   saliendo   constantemente   de   las 
áreas   de   cobertura  de   las   balizas.  Además,   los   terminales   pueden 
pasar de una red a otra perteneciente a un dominio completamente 
distinto.
Considerando   estos   factores   surge   la   necesidad   de   disponer   de   una 
entidad que se encargue de gestionar el establecimiento y liberación de los 
puentes  automáticamente,  atendiendo a  ciertos  criterios.  De esta  forma se 
facilita la selección y acceso a los servicios en  función del  contexto y/o  las 






entidad   debe   asumir   las   funciones   de   detección   teniendo   en   cuenta   las 
particularidades   de   la   tecnología   inalámbrica   empleada   y   los   efectos   que 
pueda   tener   sobre  el   rendimiento  de   los   enlaces   o   el   consumo   energético, 
máxime cuando se trata de terminales alimentados por baterías.
Tampoco hay que olvidar los mecanismos de calidad del servicio (QoS), 
que  permiten   introducir  mejoras   en  aspectos   como   el   uso   eficiente  de   los 
recursos   o   una   correcta   gestión   de   los   traspasos   entre   balizas   (handoff). 
Wireless CORBA no implementa estos mecanismos aunque, como se adelantó 
anteriormente   en   este   capítulo,   es   posible   aprovechar   algunos   de   los 
mecanismos que ya ofrecen las propias tecnologías inalámbricas.











El  desarrollo  de   las   tecnologías   inalámbricas  ha  contribuido  de  una 
forma importante a la integración de sistemas empotrados. La incorporación 
de dispositivos de comunicación inalámbrica en los sistemas empotrados ha 
favorecido   las   operaciones   de   gestión   sobre   los   equipos   y   ha   mejorado 
notablemente   las   posibilidades   de   interacción   entre   ellos.   Los   sistemas 
empotrados utilizados en aplicaciones para entornos urbanos inteligentes no 
han   permanecido   ajenos   a   estas   mejoras   y,   de   hecho,   las   tecnologías 
inalámbricas constituyen un elemento fundamental sobre el que desarrollan 
su actividad la gran mayoría de ellos. En la actualidad existe una amplia 
gama   de   tecnologías   inalámbricas,   cada   una   con   unas   características 
determinadas.  En  los entornos  urbanos   inteligentes pueden darse  muchas 
situaciones,   dependiendo  de   las   cuales,  una   tecnología   inalámbrica  puede 
resultar más o menos adecuada [52]. A lo largo de este apartado se hará un 
recorrido por distintas tecnologías inalámbricas aplicables al ámbito de los 










redes   locales  inalámbricas creadas con  la  tecnología WiFi.  Este grupo  fue 
creado en 1999 por la asociación WECA. El principal problema que resolvió la 
normalización   802.11   fue   la   incompatibilidad   que   existía   entre   los 
























• 802.11a.   Trabaja   en   la   banda   de   5GHz   y   utiliza   la   técnica   de 
transmisión   conocida   como  OFDM  (Orthogonal  Frequency  Division 
Multiplexing).   La   gran   ventaja   es   que   consigue   velocidades   de 
54Mbps, llegando a alcanzar hasta 108Mbps. 
• 802.11b. Fue introducida en 1999 y su velocidad de transmisión es de 
11Mbps.  A pesar  de su baja  velocidad y  de  operar  en  la banda de 
2,4GHz   es   muy   sensible   a   la   interferencia   con   otras   tecnologías 
inalámbricas, como por ejemplo Bluetooth. 
• 802.11g. Surgió en 2003 como evolución del estándar 802.11b. Esta 






500Mbps   gracias   a   la   tecnología   MIMO   (Multiple   Input­Multiple 
Output)   que   permite   incrementar   el   rendimiento   en   función   del 
número de antenas que utiliza. 
• 802.11p.   Se   trata   de   una   reciente   extensión   de   la   norma   para 





parecida   a   la   de   otras   tecnologías   de   redes   LAN,   tanto   cableadas   como 
inalámbricas,   puesto   que   deriva   de   la   norma   IEEE  802.  En   concreto,   se 
mantienen todas las capas a partir del nivel de red y solamente cambian la 
capa física y la subcapa MAC (Control de Acceso al Medio), perteneciente a la 
capa   de   enlace.  La   siguiente   figura   ilustra   la   torre  de  protocolos   a   estos 
niveles:
Figura 4: Niveles inferiores de la torre OSI en WiFi
El  alcance  de   las   redes  WiFi   convencionales   se  sitúa en  torno  a   los 
100m,   aunque   se   pueden   llegar   a   conseguir   rangos   de   hasta   50Km   con 
antenas parabólicas apropiadas. La relativa amplitud del alcance de las redes 
WiFi se debe a su orientación como red de área local, aunque esto también 





utilizar   claves  WEP   (Wired   Equivalent   Privacy)   o  WPA   (WiFi   Protected 













































un   canal   en   particular.   El   terminal   móvil   espera   la   llegada   de   tramas 
generadas por otros dispositivos durante un tiempo máximo definido por un 
temporizador.  A   continuación,  utiliza   el   procedimiento  de  acceso  al  medio 
definido   en  802.11  para  acceder   al   canal   y   enviar   tramas  de   tipo   “Probe 
Request”.   Los   puntos   de   acceso   que   reciben   este   tipo   de   tramas   deben 







la   fuerza   de   sus   señales.   La   norma   IEEE   802.11   no   define   tiempos   por 
defectos para los temporizadores citados anteriormente. Por tanto, el tiempo 
exacto   requerido   para   llevar   a   cabo   un   escaneo   activo   puede   variar 
significativamente   dependiendo   del   número  de   puntos   de   acceso   y   de   las 
capacidades del hardware empleado. Como referencia, cabe citar una medición 
empírica   que   sitúa   este   tiempo   en   torno  a   los   260  milisegundos  [54].  En 
principio,  el  envío de las tramas de tipo “Probe Request” no es continuo y 
depende   de   la   configuración   del   hardware   utilizado.   De   hecho,   como   se 
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muestra  en  [55],  algunos dispositivos envían ráfagas  de estas  tramas y,  a 
continuación, dejan de enviarlas por un periodo de tiempo denominado “idle 
interval”, que puede ser del orden de varios segundos. Concretamente, en [55] 
se   citan   valores   que   sitúan   este   intervalo   en  8s   –   10s   y  18s   –   20s  para 
distintos dispositivos. Afortunadamente, este parámetro puede modificarse en 




el   dispositivo   escucha   cada   canal   y   espera   durante   un   cierto   periodo   de 
tiempo. Si a un punto de acceso se le asigna un determinado canal, el terminal 
móvil debería recibir una trama de tipo “beacon”.  Todos los puntos de acceso 
difunden tramas de tipo  “beacon” de   forma regular para mantener  la  red. 
Estas tramas normalmente contienen la misma información que una trama de 
tipo “Probe Response”, es decir, tasas de datos, nombre de la red y dirección 
MAC   del   punto   de   acceso.   Examinando   las   tramas   de   tipo   “beacon”   un 
terminal móvil puede ser capaz de detectar los puntos de acceso vecinos y la 
fuerza  de  sus  señales.  Los puntos  de  acceso  normalmente  transmiten una 
trama   de   tipo   “beacon”   cada   100  milisegundos,   lo   que   significa   que   un 
terminal móvil debería permanecer escuchando un canal concreto durante, al 
menos, ese periodo de tiempo para no perder la trama de un punto de acceso 
desconocido.  En  total,  un escaneo  pasivo  requiere,  al  menos,  1,3  segundos 
para completarse, lo que supone casi cinco veces el tiempo requerido para un 





muestran en la figura  5.  De las tres primeras fases,   la de escaneo es,  con 
diferencia, la que más tiempo consume [55]. Si además, la dirección IP no se 
conoce de antemano, hay que añadir una fase para obtener una dirección IP 
válida dentro  de la subred.  De este proceso  se encarga el  protocolo  DHCP 
(Dynamic Host Configuration Protocol). Por tanto, el tiempo total de acceso a 
una red WiFi en estos casos se puede expresar como:












mensaje   “DHCP offer”.  El   cliente   acepta   la   oferta   enviando  de  vuelta  un 
mensaje “DHCP Request”. Si la oferta todavía es válida, el servidor envía un 
mensaje   “DHCP Reply”   confirmando   el   proceso.  En   todo   este   proceso,   los 
mensajes enviados por el cliente son de difusión, mientras que los enviados 
por   el   servidor   son   dirigidos   al   propio   cliente   (unicast).   A   partir   de   este 
momento, el cliente puede utilizar la dirección IP asignada mientras durante 
el tiempo de cesión que le haya asignado el servidor DHCP. Cuando un cliente 
pretende abandonar  la red,  envía un mensaje “DHCP Release”  al  servidor 
para que éste pueda borrar la información referente a la cesión y devuelva la 


























Como   se   adelantó   anteriormente,   IEEE   802.11p   constituye   una 
corrección al estándar IEEE 802.11 para adaptarlo a las particularidades de 
las   comunicaciones  V2V   y  V2I.   Su   capa   física   es   parecida   a   la   de   IEEE 
802.11a aunque utiliza un ancho de banda de 10MHz frente a los 20MHz de 
802.11a. La banda utilizada, en torno a los 5,9GHz, está dividida en 7 canales, 
de   los   cuales   6   son   de   servicio   y   uno   de   control.   A   diferencia   del 





tiempo  de   acceso.  Para   ello   se  hace  uso  de   las   tramas   “beacon”  pero   sin 
necesidad   de   transmitirlas   periódicamente,   sino   que   se   transmiten   bajo 
demanda. En dichas tramas se incluye toda la información necesaria para que 
otro  dispositivo  pueda  decidir   si  unirse   o  no  a   la   red.  En   caso  de  querer 
establecer   una   conexión,   no   son   necesarios   los   procesos   de   asociación   y 
autenticación, reduciendo notablemente los tiempos de acceso. 
Por otra parte, las particularidades de estas conexiones, especialmente 
las   de   tipo   V2V,   hacen   que   los   modos   de   funcionamiento   habituales 
(infraestructura   y   ad­hoc)   no   resulten   adecuados.   Por   este  motivo,   IEEE 
802.11p   introduce  el   “modo  WAVE”,   en el  que   los  dipositivos  escuchan  al 
mismo canal  y pueden utilizar un  identificador de red  (BSSID) común sin 
necesidad de pertenecer a una red a priori.  De esta manera, dos vehículos 
podrían comunicarse directamente sin una sobrecarga adicional de mensajes 











redes  diferentes  de   la  propia.  Mobile   IP está  definido  por  el   IETF en sus 











terminal   que   se   encarga   de   encaminar   a   través   de   un   túnel   los 
paquetes que deben ser distribuidos a un terminal perteneciente a la 




informa   sobre   las   direcciones   como   visitantes   que   deben   adoptar 
dichos terminales.
Figura 6: Elementos involucrados en Mobile IP
Las   operaciones   básicas   en   Mobile   IP   incluyen   tres   pasos  [60]: 
Descubrimiento   del   agente,   registro   y   establecimiento   del   túnel.   El 
























de   las  normas  pertenece   al   conjunto  de   estándares  del   IEEE sobre   redes 
WPAN y se encarga de definir las capas física y de enlace. La especificación 
ZigBee,  por  su  parte,   fue  creada por   la  ZigBee Alliance  [61],   formada por 
amplio   grupo   de   más   de   70   empresas   asociadas   con   el   fin   de   crear   y 
promocionar dicho estándar. Esta especificación se encarga de definir la capa 
de red y algunas capas de nivel superior.




con   una   conectividad   más   sofisticada   que   los   anteriores   sistemas 
inalámbricos.   El   estándar   ZigBee   enfoca   a   un   segmento   del  mercado   no 
atendido por los estándares existentes, con baja transmisión de datos, bajo 
ciclo de servicio de conectividad. La razón de promover un nuevo protocolo 
como   un   estándar   es   permitir   la   interoperabilidad   entre   dispositivos 
fabricados por compañías diferentes. 
Las   soluciones   sobre   el   estándar   ZigBee,   en   conexión   de   redes,   se 
centran   en  mercados  y  aplicaciones  específicas.  El   estándar  ZigBee   se  ha 
hecho   a   medida   para   la   monitorización   y   para   aplicaciones   de   control 
mediante redes que no necesitan mucho ancho de banda y en las que el factor 
del   consumo energético  es   importante.  Por   lo   tanto,   los  mercados  como  la 
automatización de edificios y hogares, la atención sanitaria, control industrial, 



































radica en  la  banda de  frecuencias.  La capa  física a  2.4  GHz,  especifica   la 






868/915   MHz   ofrece   velocidades   de   transmisión   de   20   kb/s   y   40   kb/s, 
respectivamente. Esta velocidad superior de transmisión en la capa física a 
2.4 GHz se atribuye principalmente a un orden mayor en la modulación, en la 























transmisión   se   pueden   explotar   para   lograr   una   variedad   de   objetivos   o 
aplicaciones. Por ejemplo, la baja densidad de datos en la capa física a 868/915 











cercanas  en   frecuencia  para  que  se  pueda  utilizar   el  mismo  hardware  en 
ambas, reduciendo los costes de producción. La capa física a 2.4 GHz soporta 
16 canales entre los 2.4 y los 2.4835 GHz con un amplio espacio entre canales 























La   capa   física  en   los  868/915  MHz  utiliza  una  aproximación simple 
DSSS en la cual cada bit transmitido se representa por un chip­15 de máxima 















868 MHz 20 20 BPSK 300 BPSK
915 MHz 40 40 BPSK 600 BPSK
2,4 GHz 250 62,5 Ortogonal 16 2000 O­QPSK
Tabla 3: Parámetros de modulación en ZigBee
La   capa   física   a   2.4  GHz   emplea   una   técnica   de  modulación   semi­









casos,   las   pérdidas   de   implementación   debidas   a   factores   como   la 
sincronización,   forma   del   pulso   o   simplificaciones   en   el   detector   generan 
desviaciones en las curvas óptimas de detección. 
Las   especificaciones   actuales   de   sensibilidad   del   estándar   IEEE 
802.15.4 establecen un mínimo de –85 dBm para la capa física a 2,4 GHz y de 
­92   dBm para   la   capa   de   física   a   868­915  MHz.  Dichos   valores   incluyen 
suficiente   margen   para   las   tolerancias   que   se   requieren   debido   a   las 
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imperfecciones   en   la   fabricación,   de   la   misma   manera   que   permite 
implementar aplicaciones  de bajo  coste.  En cada caso,   los mejores  equipos 
deben ser del orden de 10 dB mejor que las especificaciones. Naturalmente, el 
rango deseado estará en función de la sensibilidad del receptor, así como de la 
potencia   del   transmisor.   El   estándar   IEEE   802.15.4   especifica   que   cada 






una   casa.   Para   aplicaciones   que   requieran  mayor   tiempo   de   latencia,   la 
topología tipo “mesh” ofrece una alternativa atractiva con buenas coberturas, 
dado   que   cada   dispositivo   sólo   necesita   la   energía   suficiente   como   para 
comunicarse con su vecino más cercano. 
Los  dispositivos  que  operan  en  la  banda de  2,4  GHz pueden   recibir 
interferencias causadas por otros servicios que operan en dicha banda. Esta 
situación   es   aceptable   en   las   aplicaciones   que   utilizan   el   estándar   IEEE 
802.15.4, las cuales requieren una baja calidad de servicio (QoS), no requieren 
comunicación   asíncrona,   y   se   espera   que   realice   varios   intentos   para 
completar   la   transmisión  de  paquetes.  Por   el   contrario,   un   requerimiento 
primario de las aplicaciones del IEEE 802.15.4 es una larga duración en las 


























Entre   las   funciones   de   la   subcapa   MAC   IEEE   802.15.4   están   la 
asociación/disociación,   el   reconocimientos   de   entrega   de   trama   (ACK),   los 
mecanismos de acceso al canal, la validación de trama, el control de garantía 
de ranuras de tiempo (Slot Time), el control de guías (Beacon) y el barrido de 




medio  de   la   capa  MAC de  manejo  de   identidades   (MLME­SAP).  Esos  dos 





fue   orientado.   Por   contra,   se   paga   el   coste   de   tener   un   instrumento   con 
características inferiores a las del  802.15.1 (por ejemplo, IEEE 802.15.4 no 
soporta   enlaces   sincronizados  de   voz).  La   subcapa  MAC 802.15.4   permite 
formar una red con hasta 264 dispositivos. 
El formato general de las tramas MAC se diseñó para ser muy flexible y 












Entre  el   conjunto  de  tramas,   cabe resaltar   las  tramas  “beacon”,  que 
añaden un nuevo nivel de funcionalidad a la red. Los dispositivos de los nodos 
pueden  despertarse  solamente  cuando  es   transmitida  una señal  de  guía o 
“beacon”, escuchar su dirección y si no la escucha, volver al estado dormido 
con el consiguiente ahorro de energía. Las tramas “beacon” son importantes 
en   las   redes   “mesh”   y   “cluster   tree”   para   mantener   todos   los   nodos 
sincronizados   sin   requerir   que   éstos   tengan   que   escuchar   durante   largos 
periodos   de   tiempo   y,   por   tanto,   que   tengan  que   consumir   energía   de   la 
batería.
Algunas aplicaciones requieren anchos de banda dedicados para lograr 
grandes  estados  latentes,  para un muy bajo consumo de energía.  En estos 
casos,   el   estándar   IEEE   802.15.4   puede   operar   en   un   modo   opcional 
denominado “Superframes” o supertrama. En una supertrama, un coordinador 
de red  transmite señales  de guía o “beacons”  a   intervalos definidos.  Estos 



























El   estándar   IEEE   802.15.4   soporta   múltiples   topologías   para   su 
conexión en red. La topología a escoger es una elección de diseño y va a estar 























red,  además  de  ofrecer  un nivel  de  aplicación para   la  ejecución de 
código de usuario.
• Dispositivo   Final   (ZED).   Posee   la   funcionalidad   necesaria   para 
comunicarse con su nodo padre (el coordinador o un router), pero no 
puede transmitir información destinada a otros dispositivos. De esta 
forma,   este   tipo  de   nodo   puede   estar   dormido   la  mayor   parte  del 
tiempo,  aumentando  la  vida  media  de  sus  baterías.  Un ZED  tiene 






a   la  memoria   adicional   y   a   la   capacidad  de  procesamiento,   puede 









rango   de   comunicaciones.   Este   rango   es   llamado   a  menudo   POS 
(Personal Operating Space) en la conexión de redes de área personal.
• Creación y unión a redes  PAN. Estas  funciones permiten construir 
una red sobre un canal sin usar en el POS y que otros dispositivos 
puedan asociarse y participar en dichas redes.
























entre  0  y  14.  El   tiempo  en milisegundos  equivalente  a  cada  uno  de  estos 
números enteros está relacionado con la duración de las supertramas [62], y 




Valor Duración (ms) Valor Duración (ms)
0 31 8 3948
1 46 9 7880
2 77 10 15744
3 138 11 31473
4 261 12 62930
5 507 13 125844






bits   distinto   al   que   se   denomina   PAN   ID.   El   estándar   IEEE   802.15.4 
especifica   que   el   conjunto   de   identificadores  disponibles   está   en   el   rango 








Esto  puede  ser  válido  en algunos  casos,  pero  puede  plantear  problemas  a 




























costo  entre  teléfonos  móviles y sus  accesorios.  El  objetivo era eliminar  los 
cables  entre  los  teléfonos  móviles y  tarjetas de PCs,  headsets,  dispositivos 
desktop, etc. El estudio fue parte de otro gran proyecto de investigación que 
involucraba multicomunicadores conectados a la red celular por medio de los 
teléfonos   móviles.   El   ultimo   enlace   en   dicha   conexión   debería   ser   un 
radioenlace de corto rango. A medida que el proyecto progresaba, se vio claro 
que   las   aplicaciones   que   envuelven   dicho   enlace   de   corto   rango   serían 
ilimitadas. A comienzos de 1997, Ericsson se aproxima a otros fabricantes de 
dispositivos   portátiles   para   incrementar   el   interés   en   esta   tecnología.   El 
motivo   era   simple,   para   que   el   sistema   fuera   exitoso   y   verdaderamente 
utilizable, una cantidad crítica de dispositivos portátiles deberían utilizar la 
misma tecnología de radioenlaces de corto alcance. En Febrero de 1998, cinco 








teléfono  móvil   u   ordenador   portátil.   Algunas   de   las   claves   del   éxito   de 
Bluetooth están en su bajo coste, un consumo energético razonable y un ancho 













equipo puede ser maestro o esclavo.  El  que adopta el  papel  de maestro se 
encarga de coordinar la comunicación en la red. Si bien el rol se determina 
durante   el   establecimiento   de   la   conexión,   éste   puede   ser   cambiado 
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posteriormente   mediante   las   órdenes   adecuadas.   A   diferencia   de   otras 
tecnologías   inalámbricas,   el   estándar   Bluetooth   está   más   enfocado   al 




menos   directamente,   la   comunicación   entre   dos   esclavos.   La   torre   de 
protocolos de Bluetooth, según el modelo OSI, se muestra en la figura  7. Es 

















































una   desviación   positiva   de   frecuencia,   mientras   que   un   '0'   binario   es 
representado   por   una   desviación   negativa   de   frecuencia.   La   desviación 
mínima de frecuencia no debe ser menor de 115KHz. Con estos parámetros se 
consigue  una   tasa  de  datos  de  1Mbps,  aunque  desde   la  versión 2.0  de   la 















Como   se  mencionó   anteriormente,   Bluetooth   proporciona   conexiones 
punto   a   punto   o   punto   a   multipunto.   Cuando   dos   o   más   dispositivos 
comparten  un  mismo   canal   físico,   se   forma  una   “piconet”.  Un  dispositivo 
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Bluetooth   actúa   como   maestro   de   la   piconet,   mientras   que   el   resto   de 
dispositivos actúan como esclavos. Puede haber hasta siete esclavos activos en 
una piconet.  De  forma adicional,  se  pueden tener  más esclavos conectados 
pero en un estado de inactividad que se conoce como estado “parked”. Estos 
esclavos que están en estado “parked” no participan activamente en el canal 




Cada  piconet   tiene  un  único  maestro  y  uno o  varios  esclavos.  Estos 
esclavos   pueden   pertenecer   a  más   de   una   piconet   según  un   esquema  de 
multiplexación por  división en  tiempo.  Es  decir,   que  un esclavo  divide   su 
tiempo   para   atender   a   una   piconet   en   cada  momento.  De   igual  modo   se 
permite que el maestro de una piconet pueda pertenecer a otra piconet con la 





No   debe   entenderse   una   scatternet   como   un   modo   de   crear   redes 
jerarquizadas  al   estilo   de   las   redes  TCP/IP,   ya   que   estas   redes   no   están 
pensadas para establecer comunicaciones entre dos dispositivos arbitrarios de 























de   uso   de   la   banda   de   frecuencias.   Un   dispositivo   Bluetooth   sólo   puede 
atender  a  un   solo   canal   en   cada   instante,  por   lo  que  necesita   repartir   el 
tiempo entre varios canales cuando tiene que realizar operaciones de forma 
concurrente   sobre  varios   canales.  Se  admite   la  posibilidad  de  que  existan 
dispositivos   avanzados   capaces  de   atender   simultáneamente   a  más   de  un 
canal,  pero  la especificación no entra a definir el  comportamiento en estos 
dispositivos que, por otra parte, son muy infrecuentes. Bluetooth define cuatro 
















Es   el   canal   utilizado   por   defecto   tras   establecer   una   conexión.   El 
maestro se encarga de controlar el tráfico en el canal mediante un esquema de 
sondeo a los diferentes esclavos.  Por definición, el  dispositivo que  inicia la 
conexión es el que adopta el papel de maestro, aunque esto puede cambiarse 
posteriormente.   Este   canal   sigue   una   secuencia   pseudo­aleatoria   de 
frecuencias que abarca los 79 canales y cambia 1600 veces por segundo, es 
decir, cada 625s. Esta secuencia está determinada por el reloj   nativo y la 
dirección   del  maestro.   La   información   de   este   reloj   es   comunicada   a   los 
esclavos  cuando se establece  una comunicación de modo que éstos  puedan 
sincronizarse y conocer la secuencia de saltos en frecuencia utilizada. En el 
dominio del tiempo, el canal está dividido en ranuras de tiempo de 625s cada 

















ya   que   también   se   utiliza   para   la   transmisión   de   información   tras   el 
establecimiento de la conexión pero, a diferencia del anterior, este canal es 





















































Este   canal   se   utiliza   para   realizar   el   proceso   de   descubrimiento  de 
dispositivos   o   “inquiry”,   y   tiene   muchas   similitudes   con   el   “Page   Scan 
Channel”. Utiliza el mismo tratamiento de maestro/esclavo según se trate del 
dispositivo que busca o del que quiere ser descubierto, respectivamente. La 

















regularidad   acordada   previamente.   Por   este  motivo,   estos   transportes   se 
utilizan a menudo para  la  transmisión de voz.  Para  llevar  esto a cabo,  el 
maestro   reserva   ranuras  de   tiempo   a   intervalos   regulares  dedicadas  a   la 
transmisión  de  paquetes  SCO/eSCO.  En  el   caso  de   los   transportes   eSCO, 











(utilizado   para   transportar   los   datos   de   usuario,   es   decir,   los   datos 
procedentes de capas superiores) y otro denominado ACL­C (empleado por el 
gestor de enlaces para controlar el funcionamiento de dicho enlace asíncrono). 




Los   transportes   de   difusión   (ASB,   PSB)   permiten   a   un   maestro 
comunicarse   con   varios   esclavos.   En   concreto,   los   transportes   ASB   van 
dirigidos   a   todos   los   esclavos   activos   en   la   piconet,   mientras   que   los 
transportes  PSB están  destinados  a   la   comunicación  con   los   esclavos  que 
están en estado “parked”. 
Existen varias formas de referenciar a un dispositivo Bluetooth, y cada 




dirección   principal   con   la   que   aparece   cualquier   dispositivo   cuando   es 
descubierto   y   es   utilizada   a   la   hora   de   establecer   conexiones   con   otros 



















de  8  bits.  De esta  manera,   se  pueden   tener  hasta  255 esclavos  en estado 
“parked” en una piconet. Esta dirección sólo tiene validez mientras el esclavo 
permanece   en   estado   “parked”.  En   cualquier   caso,   un   dispositivo   en   este 
estado   puede   ser   referenciado   también   por   su   dirección   Bluetooth 
(BD_ADDR).
Por los transportes lógicos circulan paquetes de diversos tipos según el 
transporte   utilizado,   el   canal   físico   y   la   función.   Los   paquetes   siguen   el 
esquema general representado en la figura 10.
Figura 13: Estructura básica de un paquete en Bluetooth
El   código  de   acceso  puede   tener  una   longitud  de   72  ó   68   bits   y   la 
cabecera tiene una longitud de 54 bits. La carga de datos, por su parte, puede 
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Con   esta   estructura   básica   se   pueden   construir   distintos   tipos   de 









LT_ADDR TYPE FLOW ARQN SEQN HEC












Los   paquetes  HV  no   incluyen  un   código   de   redundancia   cíclica   y  no   son 






FEC   (Forward   Error   Correction)   para   la   corrección   de   errores.   Las 
características concretas de estos paquetes se detalla en la tabla 6.
Paquetes para enlaces eSCO







FEC.   Las   variantes   para   EDR   de   estos   paquetes   son   similares,   aunque 
contienen más cantidad de información. 
Paquetes para enlaces ACL
A   diferencia   de   los   paquetes   anteriores,   éstos   se   usan   en   enlaces 







fundamental   entre   paquetes   DMx   y   DHx   reside   en   que   los   primeros   sí 
incorporan código FEC y los otros no. Al igual que en el caso de los paquetes 
para SCO, existen variantes específicas para EDR: 2­DH1, 3­DH1, 2­DH3, 3­







ID ­­ ­­ ­­ ­­ ­­ ­­
FHS 18 2/3 Sí ­­ ­­ ­­
DM1 0 ­ 17 2/3 Sí 108,8 108,8 108,8
DH1 0 ­ 27 No Sí 172,8 172,8 172,8
DM3 0 ­ 121 2/3 Sí 258,1 387,2 54,4
DH3 0 ­ 183 No Sí 390,4 585,6 86,4
DM5 0 ­ 224 2/3 Sí 286,7 477,8 36,3
DH5 0 ­ 339 No Sí 433,9 723,2 57,6
AUX1 0 ­ 29 No No 185,6 185,6 185,6
2­DH1 0 ­ 54 No Sí 345,6 345,6 345,6
2­DH3 0 ­ 367 No Sí 782,9 1174,4 172,8
2­DH5 0 ­ 679 No Sí 869,1 1448,5 115,2
3­DH1 0 ­ 83 No Sí 531,2 531,2 531,2
3­DH3 0 ­ 552 No Sí 1177,6 1766,4 235,6
3­DH5 0 ­ 1021 No Sí 1306,9 2178,1 177,1
HV1 10 1/3 No 64 ­­ ­­
HV2 20 2/3 No 64 ­­ ­­








DV 10 + (0 ­ 9) 2/3 Sí 64 + 57,6 ­­ ­­
EV3 1 ­ 30 No Sí 96 ­­ ­­
EV4 1 ­ 120 2/3 Sí 192 ­­ ­­
EV5 1 ­ 180 No Sí 288 ­­ ­­
2­EV3 1 ­ 60 No Sí 192 ­­ ­­
2­EV5 1 ­ 360 No Sí 576 ­­ ­­
3­EV3 1 ­ 90 No Sí 288 ­­ ­­
3­EV5 1 ­ 540 No Sí 864 ­­ ­­
Tabla 6: Tipos de paquetes en Bluetooth
Estados del controlador de enlace




















subestados   se  muestra  en   la   figura  13.  El   estado   “connection”   se  alcanza 










Como   se   señaló   anteriormente,   cuando   un   esclavo   pasa   a   estado 
“parked”, éste cede su dirección LT_ADDR para que pueda ser utilizada por 



























de   forma  periódica   lo   que   se   denominan   “beacons”   en   ciertas   ranuras   de 
tiempo   cuando  hay  uno   o  más   esclavos   en   este   estado.  Además   de   estas 
tramas “beacon”,   se  definen ventanas de  acceso  a  través  de   las  cuales   los 












transmitirá   paquetes   al   esclavo   en   determinadas   ranuras   que   el   esclavo 
escuchará.   Dichas   ranuras   están   separadas   regularmente   a   intervalos 
definidos   por   el   parámetro   “Sniff   interval”   (Tsniff).   Al   comienzo   de   este 
intervalo, el esclavo escucha la transmisión del maestro en la ranura y usa las 
siguientes   reglas   para   determinar   si   debe   continuar   escuchando   en   las 
siguientes ranuras:











por   los   parámetros   Tsniff,   Nsniff_attempt  y   Nsniff_timeout,   depende   también   de   las 
necesidades de comunicación entre el maestro y el esclavo. De esta forma, la 
restricción aplicada puede relajarse en los momentos de mayor demanda de 
tráfico.  El  modo “sniff”  sólo es aplicable a transportes  ACL y la entrada y 





puede   ser   puesto   en  modo   “hold”.  Cuando  un   esclavo   está   en   este  modo, 
interrumpe totalmente el tráfico de paquetes ACL en el canal. Sin embargo, 
los paquetes SCO/eSCO continúan transmitiéndose.  Con el  modo “hold”  se 
puede   liberar  capacidad  para  hacer  otras  cosas   como,  por  ejemplo,  buscar 












en   situaciones   normales,   no   interrumpe   una   conexión   aunque   las   capas 
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RX RXEsclavo
Ranuras 21 3 4 5 6 7 8 9 10 11 12 13 14
t
Tsniff=8

















provisional,   el   papel   de   maestro.   Mientras   está   en   este   subestado,   el 
dispositivo transmite dos paquetes ID en cada ranura de tiempo asignada a la 
transmisión del maestro. Uno de estos paquetes se transmite al comienzo de 
la   ranura   y   el   otro   a   la  mitad,   utilizando   distintas   frecuencias   según   la 
secuencia   de   salto   prevista.  Estos   paquetes  pueden   contener   el   código  de 
acceso   general   (GIAC)   o   uno   de   los   códigos   dedicados   (DIAC),   según   se 
pretenda descubrir a todos los dispositivos Bluetooth al alcance o restringir la 
búsqueda   sólo   a   aquellos   dispositivos   que   utilicen   el   mismo   DIAC, 
respectivamente. 















que   se   van   intercambiando   de   forma   periódica.   Cada   1,28   segundos   una 
frecuencia del tren A pasa a pertenecer al tren B y viceversa. La figura  16 


































































este   modo,   cuando   transcurren   16   ranuras   se   han   recorrido   todas   las 
frecuencias que componen el tren, esto es, al cabo de 10ms. Este proceso se 























0 s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
1,28s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
2,56s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
3,84s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
5,12s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
6,40s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
7,68s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
8,96s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
10,24s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
11,52s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
12,80s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
14,08s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
15,36s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
16,64s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
17,92s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5
19,20s 53 54 55 56 57 58 59 60 61 62 63 64 65 66 67 68 69 70 71 72 73 74 75 76 77 78 0 1 2 3 4 5









ranura   siguiente   con  un  paquete  FHS alineado   con  el   instante  en  el  que 
recibió   el   paquete   ID   (Ver   figuras  15a   y  15b).   El   tiempo   de   “back­off” 
representa un número aleatorio de ranuras que el dispositivo debe esperar y 
está  uniformemente distribuído entre 0 y  1023.  Por   lo   tanto,  el  tiempo de 
“back­off” puede variar entre 0 y 639,375ms. Gracias al carácter aleatorio del 





paquete   ID   responden   con   un   paquete   FHS   en   la   siguiente   ranura, 
independientemente  de   la  aplicación del   tiempo de “back­off”.  Cuando este 
tiempo   termina,   el   dispositivo   vuelve   al   subestado   de   inquiry   scan   y 
contestará de nuevo con un paquete FHS si recibe un paquete ID. Este nuevo 







• LAP+UAP+NAP. La unión de estos  tres campos  forma la  dirección 













Clases de servicio Major Minor 00



































































































El   controlador  de  banda  base  puede   facilitar  datos  adicionales  a   los 
contenidos  en   los  paquetes  descritos.  Concretamente,   se   puede   facilitar   el 
valor de RSSI medido durante la recepción de dichos paquetes, que estaría 


















de  inquiry aunque difiere,   fundamentalmente,  en el   tipo de paquetes y su 
secuencia de intercambio.  De forma análoga a como se definieron los roles 
provisionales   para   el   proceso   de   inquiry,   en   este   proceso   el   que   tiene   la 












que   recibe   una   respuesta   del   esclavo.   El  maestro   comunica   la   dirección 
Bluetooth del  esclavo al  controlador.  Ésta será  usada por el  maestro  para 









ya que el  maestro puede estimar con mayor precisión la  fase del  reloj  del 
esclavo.
Durante   cada   intervalo   de   transmisión,   el   maestro   transmitirá 
secuencialmente en dos frecuencias diferentes.  En el  siguiente intervalo de 




page   scan,   donde   podrá   ser   configurado   para   usar   un   procedimiento   de 





























exploración no   es  al  menos  dos  veces   la   ventana  de   exploración,   el  modo 
entrelazado no se podrá usar. Durante esta ventana, el dispositivo escuchará 
en una única frecuencia, mientras su “correlador” espera encontrar su código 
de   acceso   de   dispositivo   (DAC).   La   ventana   de   exploración  deberá   ser   lo 
suficientemente larga como para que dé tiempo a completar la exploración de 

























parámetros,   es  decir,  pasará   a  utilizar   su  CAC y   su   reloj.  Finalmente,   el 
maestro entrará en el estado Connection. Una vez establecida la conexión, el 













Receive   Power   Range”.   Esto   implica   que   cuando   la   potencia   recibida   se 
encuentra en dicho rango, un incremento o decremento ligero de la potencia 




La definición de RSSI y  la  rápida variabilidad del  parámetro*  hacen 
prácticamente  inviable  el  establecimiento de  una relación sencilla  entre  el 
mismo y la potencia recibida. Este último parámetro, que puede ser relevante 






aspectos   del   controlador   de   la   banda   base.   También   permite   el   envío   y 
recepción de datos desde o hacia las capas superiores,  acceder al gestor de 
enlaces, al estado del hardware y a los registros de control. En esencia, esta 
interfaz   ofrece   un  método   homogéneo   de   acceso   a   las   capacidades   de   la 
bandabase de Bluetooth y, a la vez, permite delimitar las funciones realizadas 
por   el   hardware  de   las   funciones   de   los   protocolos   de   niveles   superiores, 
implementadas por software.
Desde el punto de vista del hardware, la interfaz permite independizar 
el  equipo  que  controla   la   transmisión de   las  señales  Bluetooth  (como,  por 
ejemplo,  un  dongle  USB)  del  equipo  que  controla   el   intercambio  de  datos 
(como sería el caso de un ordenador).  La especificación de Bluetooth ofrece 













Control  Adaptation Protocol,  Protocolo de Adaptación y Control  de Enlaces 
Lógicos) se encarga de la multiplexación de datos de los protocolos de niveles 









L2CAP están la sencillez y una baja sobrecarga del  enlace,   lo que le hace 
apropiado para su implementación en dispositivos con recursos de cálculo y 
memoria limitados como teléfonos móviles, sistemas empotrados o dispositivos 

















• Control   de   errores   y   retransmisiones.   Algunas   aplicaciones 
requieren  una   tasa   de   error   residual  mucho  más   pequeña   que   la 
suministrada  por   la  bandabase.  L2CAP  incluye   comprobaciones  de 
errores adicionales y retransmisiones de tramas L2CAP. 
• Fragmentación   y   recombinación.   Las   capas   inferiores   tienen 
limitadas las capacidades de transmisión, por lo que podrían requerir 
el   uso   de   fragmentos   de   tamaños   diferentes   a   los   creados   por   la 
subcapa de segmentación de L2CAP. Por tanto, las capas por debajo 


















inalámbrica   Bluetooth.   Al   seguir   las   directrices   proporcionadas   en   las 







opciones  y  parámetros   en cada   capa  de   la  pila.  También se  puede 


















































































Velocidad máxima 3Mbps (EDR) 250Kbps 54Mbps
(~500Mbps con 
802.11n)




Tipo de modulación GFSK, DPSK BPSK, O­QPSK BPSK, QPSK, 
COFDM, M­
QAM



































ya   que   sería   factible   que   hubiera  más   de   7   usuarios   en   un   determinado 
momento (se excluye el nodo que da acceso a los servicios). 
La   velocidad   de   transmisión   es   uno   de   los   puntos   críticos   de   la 
tecnología   ZigBee.   Esto   es   así   porque   está   enfocada   principalmente   a 
aplicaciones tales como redes de sensores, donde no se necesita un gran ancho 
de banda. WiFi, por el contrario, se muestra como la opción con mayor ancho 
de   banda,   y   Bluetooth   se   sitúa   en   un   término  medio.   En   principio,   las 






en   aplicaciones   que   involucre   terminales   embarcados   en   vehículos.   En   el 
tiempo de  transmisión no sólo   influye  el  ancho de banda,   sino también el 
diseño  de   los   protocolos.  Atendiendo  a   este   aspecto,   la   tecnología  ZigBee, 




















alimentados  por  baterías.  En este sentido,  Bluetooth y,  sobre todo,  ZigBee 
están pensados para su uso en este tipo de equipos. WiFi es la tecnología que 
mayor   consumo   energético   tiene,   lo   que   puede   reducir   notablemente   la 
autonomía   de   estos   terminales.   Una   comparativa   de   consumos   entre   las 
tecnologías   involucradas   en   este   apartado   puede   encontrarse   en  [64]. 
Obsérvese  que el  problema del  consumo energético  no sólo  se   limita a   las 
operaciones   de   transmisión   de   datos   sino   también   a   las   operaciones   de 
descubrimiento de terminales. Si se aplica una topología basada en balizas y 








deben ser  tenidos  en cuenta.  En el  caso particular de Bluetooth,  existe   la 
posibilidad   de   descargar   esta   responsabilidad   en   las   balizas,   pero   para 
realizar un escaneo activo, que sería la actividad equivalente en tecnología 
WiFi, ésta debería llevarse a cabo por el terminal. Existe la posibilidad de 
utilizar   el   escaneo  pasivo   con  WiFi  pero,   como   contrapartida,   aumenta   el 
tiempo de acceso. 






El alcance  del  área de cobertura  es  un parámetro   interesante,  sobre 
todo en entornos urbanos inteligentes. A diferencia de lo que se pueda pensar, 
no   siempre   es   conveniente  que  el   alcance   sea  grande.  En  aplicaciones  de 
guiado en interiores, por ejemplo, un tamaño limitado de cada celda puede 
ayudar a localizar con mayor precisión a un usuario. La granularidad es, por 
tanto,   un   factor   decisivo   para   algunas   aplicaciones.   Si   bien   todas   las 
tecnologías   presentadas   pueden   alcanzar   los   100m,   no   todas   admiten   un 
control  más restrictivo del alcance.  En el caso de WiFi,  la granularidad es 




un   dispositivo   de   clase   1,   2   ó   3,   respectivamente.   Este   hecho   hace   que 
Bluetooth sea  la  tecnología más   interesante  desde  el  punto  de  vista  de   la 
granularidad.




cuenta   la   implementación   de   algún  mecanismo   que   discrimine   las   redes 




para   realizar   este   filtrado,   aunque   se   podría   usar   el   propio   identificador 
ESSID   para   codificar   el   tipo   de   red   de   acuerdo   con   alguna   regla 
preestablecida.   ZigBee   resuelve   este   problema   a   través   de   los   PAN   ID 








Característica Bluetooth ZigBee WiFi
Granularidad ●●● ●● ●
Ancho de banda ●● ● ●●●
Eficiencia de los protocolos (carga útil) ●●● ●● ●●●
Rapidez en el acceso a la red ●● ●●● ●●
Menor consumo energético ●● ●●● ●
Menor precio ●●● ●●● ●●









muestra   un   buen   comportamiento   en   la   mayoría   de   las   características 
estudiadas   y   destaca  por   su   granularidad.  Por  último,   la   tecnología  WiFi 
muestra algunas  limitaciones  fundamentalmente en aspectos  tales como el 
consumo   energético,   la   granularidad   o   los   mecanismos   que   permiten   la 
discriminación de redes. Por todos estos motivos se concluye que Bluetooth es 













La   diversidad   de   plataformas   que   se   puede   encontrar   en   muchos 
ámbitos   de   aplicación   ha   favorecido   la   introducción   de   las   tecnologías 
middleware. Existen varios factores que han propiciado esta heterogeneidad, 
sobre todo en grandes sistemas:





• Nichos  tecnológicos.  Algunas plataformas hardware  y  software,  por 
sus características específicas, escapan necesariamente a las normas 
corporativas   de   los   sistemas,   pero   por   su   importancia   estratégica 
deben mantenerse.








El   caso   más   básico   y   rudimentario   lo   constituyen   las   llamadas   a 




lista  de  parámetros.  La   implementación real  de   la   función reside  en  otra 
máquina   de   la   red   (servidor)   y,   tras   ejecutar   la   función,   devuelve   los 












Protocol)   que,   a   su   vez,   se   transporta   sobre   HTTP.   Los   datos   que   se 
intercambian usan el formato estándar XML. Esto resulta muy útil  ya que 
permite   la   interpretación  de   la   información por  parte  de  aplicaciones  que 






además,   supone  un   punto  de   vulnerabilidad   a   través   del   cual   se   pueden 
esquivar las medidas de seguridad basadas en cortafuegos (firewalls).








los  miembros  del  OMG (Object  Management Group),  una  organización sin 
ánimo de lucro creada en 1989 formada con la misión de crear un mercado de 
programación basada en componentes, impulsando la introducción de objetos 








trabajan   en   diferentes   campos,   incluyendo   universidades   e   instituciones 












definición de   interfaces   (IDL)   se  especifican   todos   los   componentes 
CORBA. IDL es un lenguaje puramente declarativo con una sintaxis 
muy parecida  a   la  de  C++,  pero  sin  estructuras  programáticas.  Es 
independiente del lenguaje utilizado en la implementación, existiendo 
traductores  (mappings)  para diversos  lenguajes como C, C++, Java, 
etc. 
• Independencia   de   localización.   El   núcleo   y   componente   más 
importante de cualquier implementación CORBA es el ORB (Object 
Request Broker). Éste se encarga de hacer transparente la localización 





Protocol),  y su variante específica  para Internet   (IIOP),  permiten a 
ORBs de distintos fabricantes comunicarse de una manera estándar.










En la   figura  18  se  muestra   la  estructura  del  ORB de  CORBA y  las 
interfaces que el ORB ofrece a todos los objetos CORBA. El propio ORB ofrece 
un conjunto de servicios comunes a través de la interfaz ORB que pueden ser 





una   invocación  local  a  una petición al  ORB,  y   en  la  parte  servidora,  una 
invocación por parte del  ORB en una invocación en el  objeto servidor,  que 
contiene la implementación real. En la parte cliente, estos trozos de código son 
denominados   “stubs”,   mientras   que   en   la   parte   servidora   se   denominan 
“skeletons”.   CORBA   también   proporciona   interfaces   para   construir 
invocaciones de forma dinámica. La diferencia con las invocaciones estáticas 





























estáticas.   Las   invocaciones   dinámicas   complican   un   poco   el   diseño   y 
ralentizan las transacciones a cambio de obtener una mayor flexibilidad. 
Finalmente,   el   adaptador   de   objetos   se   apoya   en   el   repositorio   de 
implementación   para   controlar   el   registro   de   servidores,   activación   y 
desactivación   de   las   implementaciones,   instanciación   en   base   a   varias 







definiciones   de   interfaces   y   se   generan   los   skeletons   y   stubs 
correspondientes, en un lenguaje de programación determinado. 
3. Implementación de “servants”. Utilizando las clases generadas por el 




5. Compilación.  Se procede  a  la compilación de  los archivos de código 








referencias   a   determinados   servicios   que,   previamente,   han   publicado   los 
















canal   y   éstos   pueden   ser   escuchados   por   varios   consumidores 
simultáneamente.   La   suscripción   a   estos   canales   de   eventos,   tanto   como 
productor como consumidor, admite dos modos de funcionamiento: “push” y 
“pull”  (“empujar” y “tirar”).  Dependiendo del modo y el papel  del  objeto en 


























ellas   libres   como   MICO,   omniORB   o   TAO,   y   otras   comerciales   como 





La  mayoría  de   los  ORB  recurre   a  TCP   como protocolo   del  nivel   de 
transporte. Sin embargo, TCP puede no ser la solución más adecuada cuando 
se trata de comunicaciones inalámbricas  [66]. Conscientes de los problemas 
relacionados  con  la  movilidad y   las  comunicaciones   inalámbricas,  el  grupo 
“Telecommunications   Domain   Task   Force”   (DTF)   del   OMG   solicitó   una 







año,   lanzaría   el   proyecto  Vivian  [67].  El   objetivo   de   este   proyecto   fue   el 
desarrollo   de   una   plataforma   adecuada   para   teléfonos   inteligentes   con 
servicios   middleware   que   facilitaran   la   comunicación   entre   ellos   y   el 
desarrollo de aplicaciones para este tipo de dispositivos. El trabajo presentado 
como propuesta al OMG se consolidó y en Junio de 2001 el OMG publicó la 




• Dominio   local.   Es   el   dominio   administrativo   del   terminal.   Si   el 
terminal   pertenece   a   una   red   corporativa,   en   este   dominio   se 
























































y  perfectamente   identificada por  su  dirección IP,  pero  este esquema no es 
aplicable en el caso de conexiones inalámbricas, ya que no se sabe a priori a 
qué Access Bridge está conectado el terminal que contiene el objeto servidor. 
Por   este  motivo,  Wireless  CORBA define  el   concepto  de  Mobile   IOR,   que 
amplía  la   información contenida en  la  referencia  para  lograr,   junto con la 
intervención   del   HLA,   un   correcto   encaminamiento   en   estos   casos.   La 
estructura de las referencias Mobile IOR está definida mediante el lenguaje 
IDL.
Cuando   Access  Bridge   y   Terminal   Bridge   establecen   una   conexión, 
crean un túnel mediante el uso del protocolo GTP (GIOP Tunneling Protocol) 
por   el   que   circularán   los  mensajes  GIOP  que   contienen   las   transacciones 
CORBA.   GTP   es   un   protocolo   abstracto   diseñado   para   ser   utilizado   con 
diversos protocolos del nivel de transporte. Los requisitos de fiabilidad de GTP 
son  los  mismos que para GIOP,  por   lo  que habitualmente  se  recurre  a   la 
incorporación de capas de adaptación entre GTP y el protocolo del nivel de 
transporte para garantizar dichos requisitos. Un caso particular de capa de 
adaptación es  LTP  (L2CAP Tunneling  Protocol),  que  adapta  GTP para  su 
transmisión sobre L2CAP. Esta capa permite la realización de transacciones 
CORBA   a   través   de   redes  Bluetooth   y   es   una   de   las   contribuciones   del 
proyecto Vivian. Como se vio anteriormente, entre los perfiles que define la 



















Otra   de   las   características   llamativas   de   Wireless   CORBA   es   la 
capacidad   de   los   terminales   para   cambiar   de   un   Access   Bridge   a   otro 





interesante   ya   que   permite   a   los  usuarios   desplazarse   libremente  por  un 
dominio sin interrupciones en el servicio. Estos procedimientos, transparentes 










tecnologías   por   su   potencial   para   ser   utilizadas   en   entornos   urbanos 









que  Wireless  CORBA posee   algunos  mecanismos   interesantes   como  el  de 
roaming, está principalmente pensado para ser usado en entornos donde los 
terminales se mueven por redes pertenecientes al mismo dominio [70]. 
No   obstante,   en   los   entornos   urbanos   inteligentes   la   situación   es 
distinta; el número de terminales que se conectarán a la red no se conoce a 
priori.   Por   otra   parte,   los   terminales   tampoco   conocen   el   número   de 












que,   combinado   con  Wireless  CORBA,   resuelve   los   problemas   planteados 
anteriormente   y   ciertos   detalles   de   implementación   para   que   pueda   ser 




terminales   a   través   de   enlaces   Bluetooth.   Desde   el   punto   de   vista   del 
software,   la  solución se  divide  en dos  conjuntos  de  módulos,  uno  para  las 
balizas  y   otro  para   los   terminales.  Cada uno  de  estos   conjuntos   sigue  un 
esquema parecido, ya que combinan un gestor de conexiones con uno de los 
extremos del puente (AccessBridge en el caso de la baliza y TerminalBridge en 
el   caso  del   terminal).  La  arquitectura   interna  de   los  gestores  de  conexión 
también es parecida ya que ambos se articulan en sendos objetos de política de 
red, que son los que tienen la responsabilidad de ordenar establecer y liberar 
conexiones.   Los   gestores   se   apoyan   no   sólo   en   las   funcionalidades   de 
AccessBridge y TerminalBridge, sino también en ciertos módulos especiales 
que  intervienen en el  envío y recepción de   la  información básica de red a 
través   de   un   protocolo   creado   al   efecto,   al   que   se   ha   denominado  NCC 
(Network Control Channel).




este  capítulo  se  hará  una caracterización de  una de   las  componentes  más 
importantes del tiempo de servicio en función de los parámetros sobre los que 
los objetos de política de red pueden intervenir. Como resultado del análisis de 




inalámbrica   en   entornos   urbanos   es   el   tiempo   de   servicio.  Un   tiempo   de 
servicio demasiado elevado puede provocar que el terminal salga de la zona de 
cobertura antes de completar la petición. En el tiempo de servicio intervienen 
muchos   factores,   por   lo   que   es   prácticamente   imposible   caracterizar   este 









• Consideraciones   electromagnéticas   del   entorno.   Dependiendo   del 
entorno   se   pueden   producir   atenuaciones,   interferencias   por 












del   tiempo   de   servicio   e   impide   crear   un   modelo   válido   en   todas   las 
situaciones. Por otra parte, un estudio particular de cada caso es inviable. Sin 





• tDET  es   el   “tiempo   de   detección”   y   se   define   como   el   tiempo   que 
transcurre desde que un terminal entra en el área de cobertura de una 
baliza hasta que la baliza tiene conocimiento de su presencia. Este 
último   instante   coincide   con   la   finalización  del   proceso  de   inquiry 
dentro de un ciclo. El tiempo de detección puede contribuir de manera 
significativa al tiempo de servicio, motivo por el cual será  objeto de 




queda   establecida   la   comunicación   entre   TerminalBridge   y 
AccessBridge. Este tiempo tiene carácter aleatorio.
• tTRANS es el “tiempo de transacciones”  y se define como el tiempo que 





que   ofrezcan   referencias   a   los   servicios   concretos   que   el   terminal 
quiera  utilizar.  Este   tiempo   tiene   carácter  aleatorio  y  depende,   en 
gran medida, de la cantidad de datos a intercambiar.




Como ya se  mencionó  en el  capítulo  3,   tras el  proceso  de  inquiry se 
obtiene   una   lista   de   los   dispositivos   descubiertos   que,   además,   incluye 





una   red   Bluetooth   para   entornos   urbanos   inteligentes   como   las   que   se 
describen en esta  Tesis  y  que,  sin  embargo,  no  vayan a hacer  uso  de  sus 
servicios.   Tras   el   proceso   de   inquiry,   una   baliza   detectará   todos   aquellos 
terminales que estén a su alcance y, a continuación, intentará establecer una 
conexión  con   ellos   para   trasladarles   la   información  básica  de   red  aunque 










de   información   y   networking.   En   el   campo   “Major   Device   Class”   se   ha 
utilizado el valor para dispositivos misceláneos y dentro de esta clasificación 
se   utiliza   el   valor   binario   particular   100000.   De   esta  manera,   todos   los 







mejora   considerablemente   los   tiempos   de   descubrimiento   tal   y   como   se 
demuestra  de   forma  analítica   en  [71],  donde  se  caracteriza  el   tiempo  que 






y   se   realizaron   30   medidas   para   cada   uno   de   los   tiempos   de   inquiry 

















































búsqueda   de   dispositivos   por   parte   de   la   baliza   y   el   que   se   dedica   al 
intercambio de información. Este parámetro es sumamente importante no sólo 
porque afecta directamente al throughput sino también porque influye en los 
tiempos  de  detección  de   los   terminales.  En  una  primera   aproximación   se 
puede decir que mientras más frecuente y más largo sea el tiempo dedicado al 
































1 50% 33% 25%
2 66% 50% 40%
3 75% 60% 50%
Tabla 14: Afectación del troughput en función del inquiry cycle
Dependiendo del tráfico de datos que se necesite para llevar a cabo un 
servicio   concreto,   esta   reducción  del   throughput  puede   ser   o  no  un   factor 
limitante.   Afortunadamente,   muchos   servicios   para   entornos   urbanos 
sólamente requieren el   intercambio de datos sencillos,  por lo que se puede 
sacrificar el throughput en favor de un menor tiempo de descubrimiento. Para 








terminales   pueden   entrar   en   cobertura   en   cualquier   instante   del   ciclo   de 
inquiry. Es precisamente ese instante desde donde empieza a contar el tiempo 





La   obtención   empírica   del   tiempo   de   detección   es   realmente   difícil 
puesto que los dispositivos Bluetooth no notifican el instante en el que “entran 
en cobertura”. En cualquier caso, este concepto es algo difuso, por lo que no se 




comportamiento   de   los   dispositivos   Bluetooth.   El   simulador   implementa 
únicamente   aquellas   partes   del   estándar*  relacionadas   con   el   proceso   de 
inquiry  que  son  relevantes  de   cara  al   experimento.  Para  el  desarrollo  del 
programa se ha asumido lo siguiente:















distintos   tiempos  de  detección  agrupados   en   intervalos   de   0,1s   cuando   se 
utiliza un reparto 1:1.










Las  gráficas  de   las   funciones  de densidad  de  probababilidad para  el 
resto de los repartos más habituales también siguen una forma trapezoidal y 
pueden   encontrarse   en   el  anexo  A3.  A   través   de   las  muestras   y   gráficas 
obtenidas   se   extraen   los   parámetros   característicos   para   cada  uno   de   los 































Por   la   propia   definición   del   tiempo   de   detección,   su   comprobación 




y   otros   factores   concretos   para   cada   escenario.   Sin   embargo,   existe   una 
alternativa para hacer que un terminal entre en cobertura de forma súbita. Si 
un   terminal   está   dentro   del  área   de   cobertura   de   una   baliza   pero   tiene 
desactivado el proceso de inquiry scan, es como si estuviera fuera de ella a 
efectos prácticos. La activación del proceso de inquiry scan en un momento 
determinado equivale a  una entrada repentina  del   terminal  en el  área de 
cobertura pero con la salvedad de que dicho instante es conocido. El instante 
de finalización del tiempo de detección, por el contrario, se puede obtener de 





máquinas,  se  ha diseñado un programa que utilice  una conexión Ethernet 
para la notificación y sincronización de ambas máquinas.  De este modo, se 
obtienen   marcas   temporales   sobre   la   misma   referencia   temporal.   La 












de  la curva ocurre  aproximadamente 1,28 segundos antes que en  la curva 
obtenida por simulación. Esto se debe al hecho de que el dispositivo Bluetooth 
entra   en   el   subestado   inquiry   scan   justo   tras   la   activación,   algo   que   no 
siempre   ocurre   en   las   situaciones   reales.   Teniendo   en   cuenta   que   el 
dispositivo Bluetooth abre la ventana de inquiry scan durante 22,5ms cada 
1,28 segundos, el instante de entrada en cobertura podría producirse mientras 

















además,   se  da  la  circunstancia  de que el   tiempo adicional   fuera   lo 

















































Si   se   dan   las   situaciones   expuestas   en   los   casos   1   y   2,   se   habría 
producido una detección previa N∙1,28 segundos antes que la detección real 




P e=Pe CASO1P eCASO2 (1)
Para el caso 1 se definen los siguientes sucesos:
A1 : t rti∩t a∈I3
A2 :Detección en W1
A3 : t ll∈I2
(2)
Tanto ta  como tr  pueden caracterizarse  como variables aleatorias con 
distribución   uniforme   en   los   intervalos   (0   ,   N∙1,28)   y   (0   ,   1,28), 














Por   otra   parte,   aplicando   probabilidad   condicional,   y   definiendo   el 
suceso A13 como la ocurrencia simultánea de los sucesos A1 y A3, se puede 
expresar que:




P A3∣A1=P t ll∈ I2 ∣A1
t ll=t a− tr
(6)
Teniendo en cuenta lo anterior, se recalculan las funciones de densidad 
de  probabilidad  para   ta  y   tr  condicionadas  a   la   ocurrencia  del   suceso  A1, 
obteniéndose las gráficas mostradas en la figura 29.
Figura 29: Funciones de densidad de probabilidad condicionada para ta y tr














































aplicando  de  nuevo  probabilidad  condicional.  De esta   forma,  se  obtiene   la 
probabilidad de error en el caso 1:
P eCASO1=P  A2∩A13=P A13⋅P A2∣A13 (9)
Para   calcular   el  último   factor  de   la   expresión   (9)  hay  que   tener   en 
cuenta   lo   siguiente:   Si   se   cumplen   las   condiciones   del   suceso   A13,   la 






P eCASO1P  A13 (10)
Respecto al caso 2, deben darse tres condiciones:
B1: 2⋅1,28−0,010ta2⋅1,28
B2 :Detección en W1




P B1=0.010/ 1,28⋅N  (12)















tiempo   total   de   detección   como   la   suma   de   dos   variables   aleatorias 
independientes.  En esta  situación,   la   función de  densidad  de  probabilidad 






















puede   ser  mayor.  La   intervención  en  esta  política  por  parte  de   las   capas 







como   es   la   inserción   de   paquetes  ACL,   parece  más   razonable   abordar   el 
estudio   del   problema  mediante   simulación.   Para   ello   se   ha   utilizado   el 
simulador descrito anteriormente con las modificaciones pertinentes para que 
introduzca un determinado número de paquetes de datos durante la fase de 
inquiry.  Este  parámetro   se  ha  expresado  en   términos  de   tanto  por   ciento 
respecto al número total de ranuras. De esta manera se ha evaluado el efecto 
que   dicho   throughput   residual   tiene   sobre   la   función   de   densidad   de 
probabilidad del tiempo de detección. Para apreciar mejor los efectos se ha 
hecho una comparación entre dos esquemas de reparto parecidos: el reparto 
1:2   y   el   2:1,   que   poseen   curvas   muy   similares   para   la   densidad   de 








































elevada,   los   repartos   que  dedican  más   de  un  bloque  de   1,28   segundos   al 
inquiry se muestran más robustos.








conexión,   pueden   resolver   el   problema   del   throughput   residual.   Si   una 
conexión se pone en modo hold, ésta queda interrumpida por un periodo de 











habrá  que  modificarlos,  al  menos mientras  dure  el   inquiry,  y   restaurarlos 
después.
El modo sniff,  a diferencia del  anterior,  sí  permite el   intercambio de 
paquetes  ACL durante  el   inquiry,  pero  puede  restringirlo   fuertemente,  de 
modo que  intercambien un mínimo de   información que evite  que  venza  el 
temporizador de supervisión del enlace. Por tanto, esta solución no implica 
una   modificación   de   los   tiempos   de   supervisión   de   los   enlaces.   Como 
contrapartida está el hecho de que queda un throughput residual, aunque éste 
es muy reducido.  La estrategia a seguir ahora consiste en poner todas las 
conexiones en modo sniff   justo antes de comenzar el   inquiry y sacarlas de 
dicho modo cuando termine.
Para   la   implementación del   sistema  presentado  en  esta  Tesis   se  ha 
optado   por   utilizar   el   modo   hold,   ya   que   así   se   garantiza   que   no   hay 
interferencias en el proceso de inquiry y se facilita una rápida detección de los 
dispositivos. Las operaciones relacionadas con el modo hold se llevan a cabo 
en   ABCM   dentro   de   la   clase   nccclient   mediante   los   métodos   públicos 





















intervienen además  las clases nccclient  y  la  clase principal  abdmd.  En un 
primer momento, tras la creación de una instancia del objeto de política de 




referencia   al   objeto   nccclient,   cambiar   el   tiempo  de   inquiry.  Dado  que   la 
temporización  es   responsabilidad  de   la   clase  abcmd,  ésta  puede   consultar 
cambios  en  el   reparto  al   finalizar   cada   inquiry  cycle   invocando  el  método 
abnpolicy::get_suggested_inqcycle(), que proporciona información actualizada 










throughput  medio,   tal  y  como se  muestra en  la  tabla  14  puede no ser  un 
inconveniente si el tráfico de datos del servicio no es grande.
En   otras   situaciones   donde   los   terminales   se   muevan   a   velocidad 
inferior   y   la   prioridad   sea   detectar   el  máximo   número   de   terminales   al 
alcance, se puede optar por otros repartos que prioricen el inquiry frente a los 
datos.   En   los   casos   en   los   que   el   entorno   sea   ruidoso,   en   términos 
electromagnéticos,   o   en   los   que   la   cobertura   sea   irregular,   también   será 

























inconveniente  de   la   tecnología   IrDA es  que  debe  haber  visibilidad  directa 
entre la baliza y el receptor y, además, este último debe apuntar a la baliza, 
ya que el ángulo de emisión es limitado. Otra de las tecnologías que se citan es 
RFID,   que   también   permite   establecer   conexiones   con   rapidez,   pero   su 
principal inconveniente es su corto rango de alcance (en el caso de etiquetas 
RFID pasivas  es  del   orden  de   centímetros).  Otra  alternativa,  parecida   en 
cierto modo a la anterior, es utilizar un radioenlace en alguna de las bandas 
libres (433/868MHz, por ejemplo). Esta tecnología presenta un mayor alcance 
que las etiquetas RFID.  En cualquier caso,  el  uso de coenlaces complica y 
encarece  el  diseño,  pero,   en  determinadas   situaciones  donde   el   tiempo  de 
detección sea crítico, puede ser útil.
El   sistema   presentado   en   esta   Tesis   contempla   en   su   diseño   la 


















a   varios  niveles:   algunas   situaciones   se   resolvieron   en   forma  de   servicios 
CORBA y otras directamente sobre el núcleo de MICO. Uno de los cambios 
más   evidentes   fue   la   inclusión   de   una   nueva   capa   de   transporte   sobre 
Bluetooth,   que   deriva   del   proyecto   Vivian  [67]  y   se   denomina 
MICOLTP::LTPTransport. Esta capa tiene una estructura muy parecida a la 


















• MICOLTP::LTPAddressParser.   Esta   clase   deriva   de 
CORBA::AddressParser e interpreta direcciones LTP.
• MICOLTP::LTPTransportServer.   Esta   clase   deriva   de 
CORBA::TransportServer   y   es   utilizada   fundamentalmente   en   el 




















Para   describir   el   funcionamiento   básico   de   estas   clases   hay   que 
distinguir dos casos: cuando se actúa como servidor y cuando se actúa como 
cliente.
En el  caso de actuar como servidor,  existe una instancia  de la clase 
MICOLTP::LTPTransportServer que es la encargada de realizar el ciclo básico 
de un servidor, que consiste en los siguientes pasos: 
1. Asociar  un socket  a  un puerto   (bind).  En el   caso  particular  de   las 










servirá   de   transporte  a   los  mensajes  CORBA que   se   intercambien 
entre   el   cliente   y   el   servidor.   Por   su   parte,   la   instancia   de 
MICOLTP::LTPTransportServer retorna al punto 2.
En el  caso del   funcionamiento como cliente,  el  procedimiento es más 




a través de su método parse(),   interpreta  la dirección pasada en  forma de 
cadena   de   caracteres   y   si   concuerda   en   formato   con   las   direcciones  LTP 
devuelve una instancia a un objeto   MICOLTP::LTPAddress que almacenará 
la dirección desglosada internamente. Pero ésta no es la única finalidad de la 
clase     MICOLTP::LTPAddress   ya   que   ésta,   a   través   de   sus   métodos 
make_transport() y make_transport_server(), es capaz de crear instancias de 
MICOLTP::LTPTransport   y     MICOLTP::LTPTransportServer, 


















tratados   como   errores   no   dañinos   y   no   se   notifican   a   las   capas 
superiores,   lo   que   desemboca   en   reintentos   continuos   de   las 
operaciones de lectura sobre una conexión que realmente se ha roto. 
Cuando   esto   ocurre,   los   puentes   (AccessBridge/TerminalBridge) 
entran en una dinámica iterativa dejando de funcionar correctamente 
y disparando tanto la carga de la CPU como el consumo de la misma.












de   error   que   devuelven   las   operaciones   sobre   sockets   L2CAP   mediante 
mecanismos   acumulativos   de   errores   calificados   como   “no   dañinos”   y 
prestando especial atención al tipo de error ETIMEDOUT, que es utilizado 
para informar al socket del corte inesperado de la conexión. De esta forma, las 
capas   superiores   son   informadas   y   dan   por   terminado   el   enlace   en   las 







Bluetooth   que   controla   precisamente   este   tiempo.   Este   parámetro   se 





puede calcular a partir  de este dato el  valor correspondiente al   tiempo en 
segundos que se requiere para el enlace. Para facilitar la configuración de este 
parámetro   y   permitir   rebajar   el   tiempo   de   supervisión   hasta   límites 
aceptables   se   ha   añadido   el   método   público   setlst()   a   la   clase 
MICOLTP::ELTPTransport.   De   hecho,   cada   vez   que   la   clase 
MICOLTP::ELTPTransportServer   acepta   una   nueva   conexión,   crea   una 
instacia de tipo MICOLTP::ELTPTransport y configura este parámetro.
La modificación del parámetro LST requiere permisos de superusuario y 
sólo   puede   hacerse   desde   el   extremo   que   actúa   como   maestro   de   la 
comunicación   Bluetooth.   Como   se   verá   más   adelante,   por   razones   de 
eficiencia,   es   el   extremo   que   ejecuta   el   AccessBridge   el   que   actúa   como 
maestro.  Por  tanto,  parece  razonable que  la  invocación de  la  operación de 
cambio del LST tenga lugar en la clase MICOLTP::ELTPTransportServer, que 




cabo   la   operación   (hci_write_link_supervision_timeout()).   Dado   que   dichos 
descriptores están relacionados con cada conexión, el lugar más idóneo para 







Con   objeto   de   no   afectar   a   la   actual   capa   LTP,   se   establece   como 
elemento diferenciador la sintaxis de las direcciones, de manera que las capas 









Algunos   ORBs   implementan   mecanismos   de   Gestión   Activa   de 
Conexiones o ACM, por sus siglas en inglés. El estándar de CORBA no define 
ninguna terminología para  definir  esta  capacidad,  por   lo  que  no   todos   los 











forma   simultánea,   y   que   los   puentes   (AccessBridge/TerminalBridge) 
mantienen las conexiones abiertas por tiempo indefinido independientemente 
de   su  actividad,   resulta   imprescindible   adoptar  mecanismos  de  ACM que 
eviten situaciones en las que los terminales ociosos impidan el acceso a los 
servicios a los nuevos terminales que entren en el área de cobertura de una 







puntos   del   código   en   los   cuales   las   transacciones   CORBA   se   dan   por 
132
4. Aportaciones para el desarrollo de Wireless CORBA y aplicaciones
terminadas.   Esto   ocurre   en   determinados   puntos   de   los   métodos 
CORBA::StaticRequest::invoke()   y   CORBA::Request::get_response(), 
aplicables a las invocaciones estáticas y dinámicas, respectivamente. En esos 




método   nuevo   denominado   MICO::IIOPProxy::force_close(),   que   fuerza   el 













El cierre de  las conexiones GIOP no  implica el  cierre de la conexión 
Bluetooth que constituye el  puente,  pero permite mantener actualizado un 
registro con el estado de todas las conexiones. Este registro se almacena en los 
puentes,   concretamente   en   el   miembro   protegido 
WATMBridge::GIOPBridge::_tstamps que, adicionalmente, incluye marcas de 
tiempo con el último instante en que la conexión estuvo activa. Esta lista de 
conexiones   es   manejada   por   dos   métodos   nuevos: 
WATMBridge::GIOPBridge::conn_ts_busy()   y   WATMBridge::GIOPBridge:: 




ref()   y   deref()   de   la   propia   clase  WATMBridge::GIOPBridge,   que   suelen 
determinar estos  eventos,  por   lo  que  en muchos  casos   los nuevos métodos 





Puesto   que   son   los   puentes   los   que   llevan   este   registro   de   las 
conexiones, se ha hecho accesible esta información desde el exterior mediante 
la adición de un nuevo método, idle_bridge, a la clase TerminalBridge. Este 
método,  disponible  en el  nuevo IDL, accede a dicha  información y permite 
determinar si existen o no conexiones activas en curso a través del puente. 
Para   llevar   a   cabo   esta   tarea,   el   método,   implementado   en   la   clase 
TerminalBridge_impl   recurre   a   su   vez   al   método 
WATMBridge::GIOPBridge::is_idle().   Es   este   último   el   que   consulta 
directamente al miembro _tstamps que, como se comentó  anteriormente, es 
quien guarda la información. El método diseñado es responsable de indicar si 
hay o  no alguna conexión en uso cuyo  tiempo de  inactividad no supere  el 
umbral establecido en el parámetro que se le pasa.
Al   añadir   este  método   a   la   interfaz  CORBA  de   TerminalBridge,   la 
información  de   la   actividad  de   las   conexiones  puede   ser  accesible  a   otros 
objetos  y  procesos  que,  en   función de   la  misma,  desencadenen  una acción 
como, por ejemplo, cerrar la conexión Bluetooth. De hecho, otros procesos que 








































































la   creación  de  este   tipo  de   redes.  Estos   gestores  de   la   conexión  han  sido 
implementados  en  forma de  procesos  que  hacen uso  de   interfaces  CORBA 
tanto   para   ofrecer   información   adicional   como   para   interactuar   con   otros 
elementos   como,   por   ejemplo,   los   puentes.   En   el   lado   de   las   balizas   se 
implanta   el   denominado   Access   Bridge   Connection   Manager   (ABCM), 
mientras que en los terminales se implanta su homólogo, el Terminal Bridge 
Connection Manager  (TBCM).  Entre  los  terminales y   la  infraestructura  se 
establecen dos canales que hacen uso de la conexión inalámbrica. El primero 
de   ellos   es   el   propio   enlace   que   se   establece   entre   AccessBridge   y 




monta   un   nuevo   protocolo   específico   al   que   se   ha   denominado  Network 
Control   Channel   (NCC).   Internamente,   la   interacción   entre   los   distintos 
procesos se realiza fundamentalmente mediante interfaces CORBA de modo 
que   se   dota   de   una   mayor   independencia   y   modularidad   al   diseño. 


































































los métodos connect()  y release()  de la  interfaz CORBA de TerminalBridge 
aunque   potencialmente   puede   utilizar   cualquier   otro   incluido   en   su 
descripción IDL, como los nuevos métodos idle_bridge() o get_strength(), que 
informan de la actividad del puente y de la calidad del enlace inalámbrico, 
respectivamente.   A   continuación   se  muestran   las   definiciones   IDL   de   los 
nuevos métodos añadidos a la interfaz de TerminalBridge. 
La   interfaz  CORBA no  es   el  único  medio  por   el  que  TBCM obtiene 
información de TerminalBridge. El gestor de conexiones también se suscribe 
al canal de eventos de TerminalBridge en busca de mensajes que le ayuden a 
determinar   cuándo   está   disponible   el   puente   o   cuándo   se   interrumpe   la 




















































trata   de   una   petición.   La   decisión   final   ha   de 
tomarla el objeto de política de red.
get_bs_ior Busca   la  referencia  al  servicio   identificado por  el 
parámetro   servicename   en   la   lista   de   servicios 
proporcionada por la baliza cuya dirección se indica 







dirección   se   indica   en   el   parámetro   addr.   Si 
encuentra   la   referencia,  devuelve  el   contexto.  En 
caso contrario, devuelve una secuencia vacía.
report_beacon Informa  a  TBCM de   la  presencia  de  una  baliza, 












De   acuerdo   con   el   diagrama,   la   clase   consumidora   de   eventos   del 
terminal (tmev_consumer) es la encargada de suscribirse al canal de eventos 




intercambio de la  información de red.  Su estructura  interna está  diseñada 
para  facilitar  la transmisión y recepción de dicha  información mediante el 
protocolo NCC. La clase de notificación de información de red (ninfo_supplier) 
abstrae del proceso de obtención de las referencias a los servicios de nombres 
y   eventos   que   después   serán   utilizadas   por   las   otras   clases.   Esta   clase 
































terminales   (terminal_info).   Esta   clase   sirve   para   llevar   un   control   de   los 
terminales   descubiertos,   lo   que   ayuda   en   una   correcta   gestión   de   la 
información que  se   envía a   los   terminales,   evitando  de  esta   forma  envíos 










asignado   a   la   realización   de   ciertas   operaciones,   como   el 
descubrimiento de terminales, debe ser regulado fuera de las clases. 









Existe   cierta   información  básica  que  un   terminal  debe   conocer  para 
poder empezar a buscar los servicios de su interés. Dado el carácter nómada 
de los terminales que acceden a redes en entornos urbanos, éstos no pueden 













contexto   en   el   que   se  ubica   la  baliza   y   lo   establece   libremente   el 
administrador de la infraestructura. Se concreta en una lista variable 
de cadenas de caracteres.


















podrían   crearse   fácilmente   variantes   del  mismo   si   las   necesidades   de   la 
aplicación requirieran el  uso  de otras tecnologías  inalámbricas.  En el  caso 
144
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limitación   en   el   uso   de   los   mismos,   restringiéndolos   a   la   función   de 















considerado   en   la   mayoría   de   los   casos   como   un   array   de   cadenas   de 
caracteres, puede haber varios delimitadores de este tipo dentro de un campo. 
El campo de información de contexto está formado por un conjunto de cadenas 
de   caracteres   ordenadas   jerárquicamente   en   orden   decreciente,   es   decir, 
empezando por los contextos más amplios. El campo de referencias a servicios 
básicos   es  un   array   compuesto  por   parejas  de   cadenas  de   caracteres   que 
alternativamente   representan   el   nombre   del   servicio   y   su   referencia   IOR 













dedica   a   escuchar   la   información   proveniente   de   las   balizas,   se   ha 
implementado como un proceso aparte y el punto de conexión con el gestor es 
a través de la propia interfaz CORBA de TBCM. 






que   en   determinadas   situaciones,   las   condiciones   del   entorno   podrían 
aconsejar el uso de otras tecnologías inalámbricas. 
En el caso de ABCM, la situación es ligeramente diferente. En este caso 
la   necesidad   de   emplear   diversas   tecnologías   inalámbricas   en   un  mismo 
equipo no es tan fuerte. El sistema planteado en esta Tesis se centra en el 

















necesidades   de   terminales   y   balizas   no   sólo   entre   equipos   distintos,   sino 
también para un mismo equipo cuando cambia sustancialmente su entorno. 
Así, por ejemplo, en un terminal podría ser más conveniente que TBCM se 
conectara  automáticamente  a   las   redes  cada  vez  que  es  detectado  por   las 








de   lo  posible  a  estos   objetos   respecto  del   resto  del  programa para  que   la 
implementación interna fuera lo más fácil posible. Se ha favorecido que estas 












on_new_AB Es   invocado   cada   vez   que   el   servidor   NCC   es 
detectado por una baliza y pasa como parámetro la 
información de red que ésta le haya transferido.
on_conn_req Es   normalmente   invocado   por   las   aplicaciones 
cliente  para  solicitar  a  TBCM que  establezca  un 
puente con la baliza indicada. El objeto de política 
de   red   no   tiene   que   forzar   la   conexión 
necesariamente cuando este método es invocado. La 
decisión   final   dependerá   de   la   implementación 
interna del objeto.
on_srv_req Devuelve   la   referencia   IOR   al   servicio   indicado 




on_get_strength Devuelve   la   fuerza   de   la   señal,   expresada   en 















add_basic_service Añade   un   par   nombre/referencia   a   un   servicio 





ab_ref Aporta al  objeto una referencia  al  objeto CORBA 
que representa el AccessBridge.
set_context Establece   la   información   de   contexto   que   será 
enviada a los terminales.





















funcionar   como  maestro   o   como   esclavo   en  una  piconet.  En  determinadas 
situaciones, cuando tenemos múltiples dispositivos, éstos pueden comportarse 
como maestros  de  su propia piconet  pero  a  la vez pueden participar  como 
esclavos en otras piconets, formando lo que se denomina como scatternet. Sin 

































la  baliza  debería compartir   las  ranuras  con el  resto  de  conexiones  que  ya 
hubiera  en  dicha  piconet.  El  modelo  de   comunicación  en  el   que   la  baliza 
adopta   el   rol   de  maestra   y   los   terminales   el   de   esclavos,   a   pesar   de   la 










orden   “lm”   del   comando   hciconfig,   indicándole   las   opciones   “MASTER”   y 
“ACCEPT”.   Por   tanto,   bastaría   con   llamar   a   dicho   comando   durante   la 
inicialización de la baliza.
Consumo energético
Un   factor   crítico   que   hay   que   tener   en   cuenta   en   los   dispositivos 
utilizados en los entornos urbanos es el consumo energético. Muchos de los 
dispositivos terminales (PDAs,  teléfonos móviles y otros equipos portátiles) 




quien   realice   la   búsqueda   de   forma   periódica   mientras   éste   no   esté 
intercambiando   datos   con   una   baliza.   De   esta   forma,   se   hace   un  mejor 
aprovechamiento del ancho de banda de la piconet ya que la baliza no tendría 











Es  preferible  dejar  esta   responsabilidad  a   la  baliza  que,  normalmente,  no 




Como   se   comentó   anteriormente   en   este   capítulo,   se   realizaron 
modificaciones sobre el ORB de MICO y sobre los puentes para dotarlos de 
mecanismos   de   detección   de   conexiones   ociosas,   por   el   perjuicio   que   ello 
representaba.   La   inclusión   de   estas   medidas   permite   trasladar   dicha 
información   al   objeto   de   política   de   red   y   descargar   sobre  él   la   toma  de 
decisiones al respecto. Por un lado, el objeto de política de red puede recibir 
peticiones para que libere el puente por parte de la baliza a través de la orden 




el   objeto   podría,   por   ejemplo,   acceder   a   liberar   el   puente   sólo   si   no   hay 





éstas   deben   tener   conocimiento   de   la   existencia   de   otras   balizas   en   las 






hciconfig   desde   la   consola   de   Linux   con   la   orden   “pscan”   para   habilitar 













Sistemas   de   Localización,   S.L.   Este   proyecto   ha   sido   financiado   por   el 
programa Avanza I+D del  Ministerio  de  Industria,  Turismo y Comercio,  y 








uso   de   sistemas   empotrados,   que   actúan   como   balizas,   instalados   en   el 
edificio. La posibilidad de localización abre la puerta al desarrollo de otras 
aplicaciones adicionales sobre el sistema, como, por ejemplo, la localización de 





caso,   la   aplicación   de   la   plataforma   basada   en  Wireless  CORBA,   que   se 
describió anteriormente, aporta a las balizas originales del proyecto FENIX 
una mayor versatilidad y capacidad para dar soporte a infinidad de servicios, 
evitando   la   proliferación   de   un   ecosistema   de   soluciones   específicas   e 
incompatibles entre equipos, como se describió en el capítulo 2.
La   segunda   aplicación   se   centra   en   el   desarrollo   de   equipamiento 
público en entornos urbanos y aporta información selectiva sobre el estado del 
tráfico   en   determinados   puntos   de   una   ciudad.   Para   la   obtención   de   la 
información   de   tráfico   se   plantea   el   uso   de   los   equipos  denominados 
VisioWay®.   Estos   equipos   fueron   desarrollados   para   Aeronaval   de 
Construcciones  e   Instalaciones  S.A.   (ACISA)  por  el  grupo de   investigación 
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ACE­TI de   la  Universidad de  Sevilla  a  través  de  AICIA*,  en  el  marco  del 
proyecto de cooperación industrial denominado “Visión artificial aplicada al 
tráfico y transporte”,  en el  que participó  el  doctorando,  que además  formó 
parte del departamento de I+D de ACISA durante los años de implantación 
comercial del producto (2007 ­ 2008). El proyecto fue financiado por el Plan de 
Investigación   y  Modernización   de   Andalucía,   promovido   por   la   Junta   de 
Andalucía. El objetivo del proyecto fue el diseño de una plataforma hardware 
y   software   para   el   desarrollo   de   productos   basados   en   visión   artificial 
destinados   a   aplicaciones   de   tráfico  [79].  Este   y   otros   proyectos,   como   el 
denominado   “Sistemas   Embebidos   para   la   Seguridad   Vial”,   realizado 
igualmente por  el  grupo de  investigación ACE­TI para ACISA a través de 
FIUS§, han dado lugar a dos equipos comercializados por ACISA; un producto 





















































ha   sido   desarrollado   por   el   doctorando   a   partir   del   dispositivo   móvil 




libre y está  accesible.  La figura  42  muestra una  imagen del   terminal  Neo 
FreeRunner. Esto facilita especialmente la creación de software de bajo nivel 
y   drivers   a   los   desarrolladores   de   la   comunidad   de  OpenMoko,   pudiendo 
aprovechar todas las capacidades del teléfono. La idoneidad de este teléfono 
para   este   tipo   de   aplicaciones   queda   demostrada   por   las   propias 














El   sistema   operativo   de   OpenMoko   está   basado   en   GNU/Linux, 
existiendo   actualmente   varias   distribuciones   soportadas,   algunas   de   ellas 
derivadas de distribuciones más generalistas como Debian o Gentoo, y otras 





































cuales   transfiere   al   cliente  un  grafo   para  que   la   aplicación  cliente  pueda 
determinar el camino hacia un lugar concreto. El grafo está compuesto por dos 






particular   de   orientación   de   personas   con   deficiencias   visuales,   se   puede 
recurrir a la emisión de señales acústicas para que la persona se sitúe frente a 
la  baliza  y,  a  partir  de  ahí,   darle   las   indicaciones  oportunas,   teniendo  en 









baliza   principal   que   ofrece   este   servicio,   éste   solicita   la   lista   de   nodos   y 
caminos.   A   continuación,   la   aplicación   cliente   ofrece   al   usuario   todos   los 
destinos   posibles   contemplados   en   el   mapa   para   que   elija.   Una   vez 
seleccionado el destino, la aplicación emite mensajes de orientación de forma 









usuario   pasa   cerca   de   las   balizas   de   localización,   éstas   lo   detectan   y   le 





las   balizas  por   las  que   se  ha  pasado  anteriormente,   con   estos  datos  y   la 





La realización de  la prueba se ha llevado a cabo en el  edificio  de la 
Escuela   de   Ingenieros.   El   recorrido   realizado   con   el   terminal   móvil   se 
corresponde con el esquema presentado en la figura  41  y está  cubierto por 
cinco balizas, la primera de ellas es una baliza principal y el resto son balizas 
de localización. Todas las balizas utilizan dispositivos Bluetooth de clase 2. El 
recorrido   se  ha   realizado   varias   veces  por  una  persona   caminando  a  una 
velocidad media estimada de 1,2 m/s. El objetivo es estimar la probabilidad de 
que el servicio se complete correctamente, recibiendo todas y cada una de las 
indicaciones   a   lo   largo   del   recorrido.   El   experimento   se   ha   repetido   con 
distintos esquemas de reparto del inquiry cycle para determinar la idoneidad 
de cada uno de ellos en este tipo de aplicación. 
Por   simplicidad,   la   interfaz   de  usuario   de   la   aplicación   cliente   está 
basada en consola, aunque podría adaptarse fácilmente a las necesidades del 
usuario.   Así,   por   ejemplo,   para   personas   con   deficiencias   visuales,   los 
mensajes   en   pantalla   podrían   sustituirse   por  mensajes   sonoros   o   incluso 
sonidos estéreo controlando el balance para emular el origen según el ángulo 
de   giro.   Para   personas   sin   deficiencias   visuales,   los   mensajes   podrían 
sustituírse   por   indicadores   gráficos   tales   como   flechas   con   la   orientación 
correspondiente. 














P(NB=5) P(NB=4) P(NB=3) PB
4:4 30% 60% 10% 83,9%
2:4 70% 20% 10% 92%
2:2 90% 10% 0% 97,9%





que   éste   salga   del   área   de   cobertura.   Como   se   comentó   al   principio   del 
capítulo,   los   repartos  que  dedican  más  de  un  bloque  de  1,28   segundos  al 

























La  segunda  aplicación desarrollada   se   enmarca   en   el  ámbito  de   los 










calles  cortadas  por  obras,  vías obstaculizadas por  accidentes,  etc.  Además, 
desde el punto de vista de las administraciones locales, estos equipos pueden 
ayudar a sugerir a los conductores itinerarios con menor nivel de congestión 
de  modo  que,   en   términos  globales,  mejore   el   estado  de   circulación  en   la 
ciudad y se evite la formación de atascos y se mitigue la emisión de gases 
contaminantes.
Los   actuales   equipos   ITS   permiten   la   recolección  de   datos   sobre   el 
estado  del   tráfico   en   tiempo   real  [84]  y,  por   tanto,   la   realización  de  una 
planificación   dinámica   de   los   itinerarios   aconsejados.   Los   avances   en   el 
tratamiento digital de señales han propiciado que muchos de estos equipos 
estén basados en técnicas de visión artificial. Estos equipos pueden aportar 
gran   cantidad   de   información   a   la   vez   que   permiten   ampliar   las 
funcionalidades   con   algoritmos  que   extraigan  nuevos   parámetros   sobre   el 
























tráfico   en   una   vía   se   puede   recurrir   al   número   de   vehículos   que   han 
atravesado una región de detección en un determinado tiempo, resultando en 













cumplirlo.   Sin   embargo,   las   grandes   ciudades   habitualmente   cuentan   con 
redes   de   fibra   óptica   para   la   telegestión   de   diversos   servicios   de   la 
administración  local   por   lo   que,   en  estos   casos,   sí   se   podría   implantar   la 




El  objetivo del  servicio  consiste  en ofrecer   los datos de ocupancia de 
aquellas vías por las que el  vehículo tenga previsto circular según la ruta 
calculada por  el  navegador  GPS.  El  proceso  se puede descomponer  en dos 
tramos: el tramo “terminal–baliza” y el tramo “baliza–equipo de visión”. En el 
primero   de   los   tramos   intervendrían   los   componentes   de   la   plataforma 
planteada   en   esta   Tesis   (Wireless   CORBA   +  Gestores   de   conexión)   y   la 
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comunicación   se   establecería   a   través   de   Bluetooth,  mientras   que   en   el 
segundo   tramo,   la   baliza   lanzaría  peticiones  CORBA ordinarias  hacia   los 
diferentes   equipos   de   visión   artificial   involucrados   en   la   ruta   que   se 
transportarían a través de una red TCP/IP, usando las capas de transporte 
habituales   en   CORBA.   En   definitiva,   se   trataría   de   una   cadena   de 























de clase 1 por su mayor área de  cobertura.  El   resto de  las características 
técnicas se mantienen y pueden ser consultadas en el anexo A1. 
El servidor de Trading se puede alojar en un PC convencional, por lo 
que   sus   características   técnicas   no   resultan   relevantes.   Los   otros   dos 





y entre   los parámetros  que obtienen está   la  ocupancia.  Las características 
técnicas de estos equipos se describen en el anexo A1.
Para que la aplicación propuesta tuviera utilidad práctica, es necesario 
integrar   en   el   sistema   terminal   que   incorpore   un   navegador   GPS   con 
capacidad suficiente,   tanto  hardware  como software,   como para  acceder  al 






por   lo   que   la   velocidad   de   procesamiento   del   ordenador   portátil   no   es 
determinante.   No   obstante,   sí   es   conveniente   indicar   las   características 
técnicas   del   dispositivo   Bluetooth   integrado.   En   el   caso   particular   del 
ordenador  portatil  utilizado,  el  dispositivo  es de  clase  1  compatible   con  la 
versión 2.1+EDR. 
El ordenador  portátil   funciona con un sistema operativo GNU/Linux, 
por   lo   que   tanto   las  aplicaciones   como   los   elementos   que   rodean  al  ORB 
pueden ser fácilmente compilados para esta máquina. 
















tanto,  en  dos   tramos,   como se  ha  comentado anteriormente.  En  el  primer 
tramo, una aplicación servidora se instala en la baliza principal, mientras que 
la aplicación cliente se instala en el terminal móvil embarcado en el vehículo. 





este   parámetro,   la   baliza   lo   contrasta   con   una   base   de   datos   local   que 
establece la correspondencia entre los nombres de las calles y un identificador 
numérico. Con este identificador, la aplicación servidora de la baliza principal 









El   uso   del   servidor   de   trading   permite   que   cualquier   baliza   pueda 
localizar el servicio ofrecido por cualquier equipo de visión artificial de una 







referencia  a  su  servicio  en el   servidor  de   trading,   indicando  todos  ellos  el 






fichero   es   actualizado   periódicamente   por   la   aplicación   principal   de 
procesamiento  de  vídeo   (epi.out).  La  aplicación que  implementa  el  servicio 











Dado   que   las   imágenes   capturadas   llegan   a   una   tasa   determinada   (25 
imágenes por segundo), los algoritmos de visión artificial deben procesarlas 














De   la  gráfica   se   observa  que   el   efecto   sobre   la   aplicación  de   visión 








El   método   de   medición   utilizado   para   estimar   el   tiempo   de   CPU 
consumido  por   cada   proceso   está   basado   en   la   información   que   el   propio 
sistema   operativo   ofrece   a   través   de   ciertos   ficheros   especiales.   Por   las 
particularidades del sistema operativo y de las alteraciones que introduce el 
propio proceso de medida, se ha utilizado un método específico que tiene en 
cuenta   estos   factores   para   obtener   una  medida   fidedigna.   El  método   de 
medición se detalla en el anexo A2. 
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para   ofrecer   servicios   sobre   redes   inalámbricas,   y   en   particular   sobre 
Bluetooth.   Sin   embargo,   su   aplicabilidad   a   entornos   urbanos   y   sistemas 
inteligentes de transporte no es directa. Por su diseño y enfoque, Wireless 
































de   reparto   más   adecuado   a   cada   situación   considerando   el   tiempo   de 
permanencia   en   cobertura   de   los   terminales   y   la   cantidad   de   datos 
intercambiados en las transacciones de los servicios. 
La   viabilidad   técnica   y   práctica   del   sistema   planteado   queda 
demostrada por las aplicaciones presentadas al final del capítulo 4, donde se 
observa   cómo   es   posible   ofrecer   servicios   tales   como   la   orientación   en 
interiores compartiendo los recursos de los dispositivos Bluetooth tanto para 
la  detección como para   la   transmisión de  datos.  Las  aplicaciones   también 
demuestran   que   es   posible   conseguir   un   sistema   sencillo,   económico   y 
adaptado a una amplia gama de servicios muy diversos y de gran utilidad.
Futuras líneas de investigación










invocaciones   dinámicas   de   CORBA.   Téngase   en   cuenta   que   dos   servicios 
similares   implementados   por   distintas   entidades   y   ofrecidos,   por   tanto,   a 
través   de   diferentes   dominios   pueden   tener   diferencias   notables   en   su 
implementación.  Para  garantizar   la   interoperabilidad,  un terminal  debería 




de   forma  que  requiera  el  nombre  de   la   calle   como  parámetro  de  entrada, 
mientras   que   en   otra   ciudad,   un   servicio   similar   podría   requerir   como 
parámetro de entrada una coordenada GPS. En estos casos, una ontología que 
describiera   el   tipo   de   parámetros   podría   hacer   que   el   terminal   aportara 
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directamente  o  derivara  de   otros  datos   el   valor  más   conveniente  en   cada 
momento.   Por   su   parte,   el   uso   de   invocaciones   dinámicas   resulta   muy 




entornos   urbanos,   entendiendo   como   tal   el   uso   por   parte   de   usuarios 
desplazándose a pie o en un vehículo a las velocidades permitidas en vías 
urbanas.   En   el   caso   particular   de   terminales   embarcados   en   vehículos 
circulando por vías interurbanas, donde la velocidad es mayor, la tecnología 




En   cualquier   caso,   la   tecnología  Bluetooth   continúa   evolucionando  y 
muy   recientemente  ha  aparecido  una  variante  dentro  de   la   especificación 
denominada “Bluetooth Low Energy”.  Entre   las nuevas características que 
aporta “Bluetooth Low Energy” destacan su bajo consumo y la aparición de 
canales   de   anuncio   (advertisement).   Esto   último   puede   resultar   muy 
interesante sobre todo de cara a la detección de terminales, ya que se agiliza 
notablemente el tiempo de detección. Por otra parte, la característica de bajo 

















Esta  tarjeta  PC/104 está  montada sobre  una  tarjeta base de  diseño 
propio   que   le   proporciona   las   tensiones   de   alimentación   a   través   de   los 
correspondientes circuitos de conversión de tensión. Además, la tarjeta base 
alberga  los  conectores  para  la  comunicación a través de  Ethernet  y  USB, 
líneas   de   entrada/salida   de   propósito   general,   e   incluye   un   circuito   de 
amplificación de audio conectado a un altavoz para permitir la emisión de 
señales   acústicas.  Conectado  a  uno  de   los   puertos  USB  se   encuentra  un 
“dongle” Bluetooth que proporciona conectividad con los terminales. El hecho 
de utilizar una interfaz USB y “dongles” ofrece una mayor flexibilidad a las 














está   gestionada   por   un   microcontrolador   Atmega8   de   Atmel®.   Las 



























funciones   propias   de   un   dongle   Bluetooth,   este   módulo   dispone   de   una 
implementación propia de la pila de protocolos a alto nivel (por encima de la 
capa HCI), lo que permite el establecimiento de conexiones L2CAP mediante 
comandos   específicos   sobre   la   interfaz   serie.   Esto   evita   la   necesidad   de 
implementar determinados niveles de la torre de protocolos en el software del 
microcontrolador  Atmega,  algo  muy  importante  si   se   tienen  en cuenta   los 
limitados recursos de dicho microcontrolador.
El resto de los elementos que componen la baliza de localización están 











invidentes,   por   lo   que   la   información   que   emite   es   fundamentamente 
audiodescrita.  Adicionalmente,  el diseño incorpora algunos periféricos como 
una brújula electrónica, que aportan una información adicional que facilita 





























Los   equipos   VisioWay   OpenCounter   fundamentalmente   extraen 
estadísticas de tráfico y, entre los parámetros que obtienen, está la ocupancia. 
La figura 51.a muestra una imagen del equipo y en la figura 51.b se muestra 












































adaptaciones  de  GNU/Linux  a  procesadores  ARM proporcionadas  por  una 
activa   y   exitosa   comunidad   de   desarrolladores  [90]  .   Esta   comunidad 
desarrolla fundamentalmente drivers y mejoras sobre el kernel de Linux para 
dar   soporte   a   los   nuevos   procesadores   ARM   y   sus   periféricos   y   es   una 
referencia para muchas empresas que deciden apostar por el software libre en 





A2.   Método   de   medición   de   carga   del 
servicio middleware
El método que se describe a continuación fue utilizaod para cuantificar 
el   efecto   de   un   servicio   middleware   bajo   MICO   sobre   el   sistema 
microprocesador de los equipos VisioWay OpenCounter. En estos equipos se 






muchos   otros   podría   distorsionar   las   medidas   como   consecuencia   de   las 
características de funcionamiento de “top” y de la carga de CPU que el propio 




los   clientes   se   simulan  mediante   ráfagas.   Ya   que   “top”   no   puede 
sincronizarse   con   estas   ráfagas,  éste  puede   considerar  periodos  de 
media   mayores   o   menores   y,   por   consiguiente,   puede   falsear   los 
resultados. 










recurrir   a   un   método   más   ligero   y   selectivo.   En   este   sentido,   se   ha 











Para  medir   los   efectos   del   servicio  middleware   sobre   la   aplicación 
principal del equipo VisioWay se debe comparar la carga media de CPU de 
dicha  aplicación con  y   sin  el   servicio  middleware  activo.  Las  medidas   sin 




















En el   caso  de  activar  además el   servicio  middleware   “top”  no puede 
usarse   debido   a   los   problemas   mencionados   anteriormente.   Ya   que   la 
información que muestra el proceso “top” puede obtenerse de los ficheros del 





aplicación   principal   como   el   servidor  middleware   son   ejecutados   por   dos 
procesos  únicamente,   le   código   de  medición   sólo   abriría   tres   ficheros:   el 
correspondiente   a   la   aplicación   principal,   el   correspondiente   al   servicio 
middleware y el que contiene el tiempo total de CPU. Desafortunadamente, 
esta situación no siempre se da. En el caso concreto del servicio analizado, se 
generan   varios   procesos   asociados,   lo   que   aumenta   significativamente   el 
tiempo para leer los datos de todos los PIDs asociados. Experimentos sobre los 
























































de  medición y,  por  tanto,  consumiendo  un poco  más  de   tiempo del 
estimado.
Una  manera   directa   de   solucionar   el   primer   problema   consiste   en 
marcar la primera y la última petición desde el   lado del  cliente,  pero esto 
puede   fallar   en algunas  circunstancias.  Concretamente,   cuando   la   tasa  de 
peticiones (peticiones/minuto) es muy alta y el servidor lanza varios hilos. El 
planificador en el lado del servidor podría provocar un cambio de orden en la 
atención   de   las   peticiones.   Una   solución   sencilla   pasaría   por  marcar   las 











TCPU MAIN t e−TCPU MAIN t s
TCPU SYS t e−TCPU SYS t s
=
100⋅









TCPU MAIN t n−TCPU MAIN t1
TCPU SYS t n−TCPU SYS t 1
=
100⋅





 t s=t1−t s ; te=te−tn (18)
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A. Anexos
Los   errores   en   las   mediciones   debidos   al   problema   explicado 
anteriormente pueden ser defindos como:
eMs=TCPU MAIN t 1−TCPU MAIN t s





TCPU MAIN t eeMe−TCPU MAIN t s−eMs




































TCPU SRV te −TCPU SRV t s
TCPU SYS te −TCPU SYS t s
=
100⋅







Para   obtener   una   estimación  más   completa,   el   experimento   debería 
repetirse varias veces cambiando la tasa de peticiones. Esto ayuda a entender 
los   efectos   de   los   servicios   middleware   sobre   el   proceso   principal   bajo 
diferentes   condiciones.   Dependiendo   de   la   funcionalidad   de   la   aplicación 
principal,  la reducción de tiempo de CPU puede llegar a tener un impacto 
altamente negativo en su rendimiento. 
A3.   Funciones   de   densidad   de 
probabilidad para el tiempo de detección
En   las   siguientes   gráficas   se   muestra   la   función   de   densidad   de 
probabilidad   para   el   tiempo   de   detección   en   función   de   las   diferentes 




























a   través   de   la   interfaz  Bluetooth.  El   servidor   permanece   a   la   espera   de 


























listado   de   dichos   dispositivos   puede   obtenerse   con   el 



















Opciones   particulares   del   ORB.   Para   más   información 
consultar las opciones permitidas por MICO.
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tbcmd es   el  gestor  de   conexiones  para  TerminalBridge   (TBCM) y  se 
ejecuta en el lado del terminal. Entre sus principales funciones está el control 
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