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Seznam uporabljenih simbolov 
MHz Megahertz (frequency) Megahertz (frekvenca) 
GHz Gigahertz (frequency) Gigahertz (frekvenca) 
Mbit/s Megabit per second 
(bandwith) 
Megabit na sekundo 
(hitrost prenosa 
podatkov) 
Gbit/s Gigabit per second 
(bandwith) 
Gigabit na sekundo 
(hitrost prenosa 
podatkov) 
Nm Nanometer Nanometer 
Mm Millimeter Milimeter 
Km Kilometer Kilometer 
PAN Personal Area Network Osebno omrežje 
LAN  Local Area Network Lokalno omrežje 
MAN Metropolitan Area 
Network 
Mestno omrežje 
WAN Wide Area Network Prostrano omrežje 
MAC Media Access Control Dostop do medija 
ISM Industrial, Scientific and 
Medical radio bands 
Nelicenčno frekvenčno 
področje 
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OSI Open System 
Interconnect 
Odprti sistem 
povezovanja 
WLAN Wireless Local Area 
Network 
Brezžično lokalno 
omrežje 
WPAN Wireless Personal Area 
Network 
Brezžično osebno 
omrežje 
IEEE Institute of Electrical and 
Electronics Engineers 
Inštitut inženirjev 
elektrotehnike in 
elektronike 
ETSI European 
Telecommunications 
Standard Institute 
Evropski inštitut za 
telekomunikacijske 
standarde 
FCC Federal Communications 
Commission 
Zvezna komisija za 
komunikacije 
IP Internet protocol Internetni protokol 
FHSS Frequency Hopping 
Spread Spectrum 
Frekvenčni skoki v 
razpršenem spektru 
M2M Machine to machine Naprava – naprava 
FM/AM Frequency 
modulation/Amplitude 
modulation 
Frekvenčna 
modulacija/Amplitudna 
modulacija 
IBSS Independent Basic 
Service Set 
Neodvisni osnovni 
storitveni set 
BSS Basic Service Set Osnovni storitveni set 
ESS Extended Service Set Razširjen storitveni set 
SSID Service Set Identifier Identifikator storitvenega 
seta 
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AES Advanced Encryption 
Standard 
Napredni standard 
šifriranja 
Eduroam Education roaming Gostovanje izobraževanja 
RADIUS Remote Authentication 
Dial In User Service 
Storitev za preverjanje 
pristnosti oddaljenega 
klicnega uporabnika 
EAP Extensible Authentication 
Protocol 
Razširljiv protokol za 
preverjanje pristnosti 
WEP Wired Equivalent Privacy Protokol zasebnost enaka 
žični povezavi 
WPA Wi-Fi Protected Access Zaščiten brezžični dostop 
WPA2 Wi-Fi Protected Access 
version 2 
Zaščiten brezžični dostop 
verzija 2 
BPSK Binary Phase-Shift 
Keying 
Binarna fazna modulacija 
QPSK Quadrature Phase-Shift 
Keying 
Kvadraturna fazna 
modulacija 
QAM Quadrature Amplitude 
Modulation 
Kvadraturno amplitudna 
modulacija 
PSK Pre-Shared Key Ključ v vnaprejšnji 
skupni rabi 
PMK Pairwise Master Key Paren mojstrski ključ 
WPS Wi-Fi Protected Setup Protokol zaščite 
nastavitev Wi-Fi 
PIN Personal Identification 
Number 
Osebna identifikacijska 
številka 
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NFC Near Field 
Communication 
Komunikacija bližjega 
polja 
DOS Denial of Service Zavrnitev storitve 
WLC Wireless LAN Controler Brezžični LAN krmilnik 
LWAPP Lightweight Access Point 
Protocol 
Protokol lahke dostopne 
točke 
IETF Internet Engineering Task 
Force 
Internetna inženirska 
delovna skupina 
CAPWAP Control And Provisioning 
of Wireless Access Points 
Protokol kontrole in 
oskrbovanja brezžičnih 
dostopnih točk 
NTP Network Time Protocol Protokol omrežnega časa 
QoS Quality of Service Kvaliteta storitve 
DHCP Dynamic Host 
Configuration Protocol 
Protokol dinamičnega 
konfiguriranja klientov 
VLAN Virtual Local Area 
Network 
Navidezno lokalno 
omrežje 
WiMAX Worldwide 
Interoperability for 
Microwave Access 
Dostop do svetovne 
povezljivosti preko 
mikrovalov 
ITU International 
Telecommunication 
Union 
Mednarodna 
telekomunikacijska zveza 
PoE Power over Ethernet Moč čez Ethernet 
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Povzetek 
V magistrskem delu smo analizirali delovanje Wi-Fi omrežja in prikazali 
možnosti za njegovo nadgradnjo. Preučili smo delovanje protokola Wi-Fi in pregledali 
načine implementacije v poslovnem okolju. Na realnem brezžičnem omrežju smo 
opravili meritve jakosti signala in glede na dobljene rezultate predlagali možnosti 
nadgradnje v obliki simulacij. Primer nadgradnje smo izpeljali v zmanjšanem obsegu, 
da smo lahko ovrednotili rezultate simulacij. 
 
 
Ključne besede: Wi-Fi, simulacija Wi-Fi jakosti signala, nadgradnja 
brezžičnega omrežja 
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Abstract 
In this master's thesis we have analized how the Wi-Fi networks work and what 
are our options when we want to upgrade one. We have examined the Wi-Fi protocol 
and reviewed different options of its implementation in the business environment. We 
have measured the signal strength of a real wireless network and based on the results 
made simulations for upgrading it. We also have implemented the simulations on a 
smaller scale, so we could evalute our simulation results. 
 
 
Key words: Wi-Fi, Wi-Fi signal strength simulation, wireless network upgrade 
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1  Uvod 
Dandanes si težko predstavljamo življenje brez interneta. V razvitih državah je 
postal pomembno in nepogrešljivo orodje pri poslovanju, komunikaciji in na drugih 
področjih. S porastom uporabe interneta in prenosnih naprav se je pojavila tudi zahteva 
po večji mobilnosti. Ker nam kabli otežijo gibanje, prenosa mobilnih podatkov pa ne 
moremo vedno uporabiti, je Wi-Fi postal, oz. postaja primarni način povezovanja 
naprav v omrežje. Kako zagotoviti, da se naprave pravilno povežejo, da imamo 
izdelano pravilno varnostno politiko in optimalno pokritost s signalom, so naloge, s 
katerimi se spopadamo, ko želimo vzpostaviti poslovno Wi-Fi omrežje. Ko se lotimo 
postavitve, je važno, na katerih lokacijah bomo postavili dostopne točke, saj jih 
kasneje običajno ne premikamo več. Zato je pomembno, da se pred dokončno 
namestitvijo pravilno odločimo in zagotovimo čim boljšo pokritost, hkrati pa moramo 
paziti, da bodo dostopne točke zmogle prenašati podatke tudi takrat, ko bo nanje 
priključeno večje število klientov. V ta namen imamo na voljo orodja, ki pomagajo pri 
naši odločitvi. Zmožna so simulirati signal in izrisati predvideno jakost glede na 
slabljenja, ki se nahajajo na poti signala. Tako si lahko prihranimo ogromno kasnejših 
težav. 
Cilj magistrskega dela je bil poiskati optimalno rešitev nadgradnje brezžičnega 
omrežja Fakultete za elektrotehniko. Najprej je bilo potrebno poiskati pravilen 
program, ki nam je omogočil pregled trenutnega stanja. Nato smo na podlagi dobljenih 
meritev lahko dodali nove dostopne točke in izvedli simulacijo. Po večkratnih 
simulacij smo se odločili za tisto, ki je najbolj ustrezala našim zahtevam (pokritosti 
nadstropja s signalom). Simulacijo dveh nadstropij smo preverili tako, da smo postavili 
dostopne točke na izbrane lokacije iz simulacije in opravili meritev jakosti signala. Iz 
dobljenih rezultatov smo sestavili predloge, ki bi jih upoštevali pri nadgradnji 
brezžičnega omrežja.
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2  Osnove brezžičnih omrežij 
Ko imamo več računalnikov ali računalniških sistemov, povezanih med seboj, 
imenujemo tak sistem omrežje. Kako imenujemo topologijo omrežja, je odvisno od 
uporabljene topologije. Poznamo več vrst topologij:  
 zvezda,  
 vodilo,  
 obroč,  
 mreža,  
 linija,  
 drevo in  
 vsak z vsakim. 
 
Slika 2.1:  Vrste topologij omrežij 
Omrežja lahko klasificiramo v razrede glede na njihovo fizično velikost. 
Razdelimo jih v naslednje kategorije: osebno omrežje PAN (angl. Personal Area 
Network), primer je povezava več senzorjev z razdaljo do dveh metrov, lokalno 
omrežje LAN (angl. Local Area Network), ki je bilo zasnovano za povezavo več 
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računalnikov (klientov) znotraj zgradbe, mestno omrežje MAN (angl. Metropolitan 
Area Network), ki naj bi povezovalo več zgradb med seboj in prostrano omrežje WAN 
(angl. Wide Area Network), namenjeno povezovanju mest in držav med seboj. 
Daljše povezave in večje velikosti omrežja prinesejo dodatne težave, kot so 
zakasnitve in potreba po povezavah z majhno stopnjo napak. Manjša omrežja se od 
večjih razlikujejo po namembnosti in komercialni uporabi. Lastnik manjših omrežij je 
običajno upravitelj in uporabnik, lastniki večjih omrežij pa upravitelji in ponudniki 
storitev. Vsa omrežja, ne glede na velikost, imajo podobne elemente, ki zagotavljajo 
interoperabilnost. V splošnem za to skrbijo protokolni skladi, na primer protokolni 
sklad OSI (angl. Open Systems Interconnect). Ker pa je bil internet razvit pred OSI 
protokolnim skladom, se protokolna sklada rahlo razlikujeta. [1] 
V magistrskem delu smo se posvetili brezžičnim lokalnim omrežjem WLAN 
(angl. Wireless Local Area Network), predvsem tehnologiji Wi-Fi. Ker Wi-Fi omrežja 
delujejo na 2,4 GHz in 5 GHz frekvenčnem pasu, smo si ogledali še dve tehnologiji, 
ki delujeta na istih frekvenčnih pasovih, ter njune vplive na Wi-Fi delovanje. 
2.1  Nelicenčno frekvenčno področje 
Nelicenčno frekvenčno področje ISM (angl. Industrial, Scientific and Medical 
radio bands) so radijske frekvence, namenjene uporabi v industrijske, znanstvene in 
zdravstvene namene. Za njihovo uporabo ni potrebno zakupiti frekvenčnega prostora, 
prav tako uporaba ni regulirana s strani države. Naprave, ki za komunikacijo 
uporabljajo ISM frekvence, so zato omejene, saj jim močne motnje omejijo delovanje. 
Za Wi-Fi signal na 2,4 GHz je motnja mikrovalovna pečica, ki prav tako deluje na 2,4 
GHz. Pri tej frekvenci je absorpcija vode največja, kar mikrovalovna pečica izkorišča 
za segrevanje. [2] 
ISM frekvenca 
Razpon frekvence Širina pasu Središčna 
frekvenca 
Maksimalna 
dovoljena moč 
(dBm) 
6,765 MHz 6,795 MHz 30 kHz 6,780 MHz / 
13,553 MHz 13,567 MHz 14 kHz 13,560 MHz / 
26,957 MHz 27,283 MHz 326 kHz 27,120 MHz / 
40,660 MHz 40,700 MHz 40 kHz 40,680 MHz / 
433,050 MHz 434,790 MHz 1,74 MHz 433,920 MHz / 
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2,400 GHz 2,500 GHz 100 MHz 2,450 GHz 20 
5,725 GHz 5,875 GHz 150 MHz 5,800 GHz 30 
24,000 GHz 24,250 GHz 250 MHz 24,125 GHz / 
61,000 GHz 61,500 GHz 500 MHz 61,250 GHz / 
122,000 GHz 123,000 GHz 1GHz 122,500 GHz / 
244,000 GHz 246,000 GHz 2 GHz 245,000 GHz  
Tabela 2.1:  Frekvenčni pasovi ISM 
Najprej se je ISM uporabljal izključno za industrijske, znanstvene in zdravstvene 
namene, vendar se je na te frekvenčne pasove sčasoma pomaknila tudi radijska 
komunikacija. Ker naprave, uporabljene v industriji, običajno nimajo sprejemnika za 
te frekvence (npr. mikrovalovna pečica), je delovanje komunikacijskih naprav 
dovoljeno. 
2.1.1  Bluetooth 
Bluetooth je tehnologija, namenjena povezovanju naprav na razdaljah do nekaj 
metrov. Za prenos podatkov uporablja kratkovalovne radijske valove v ISM 
frekvenčnem pasu od 2,4 GHz do 2,485 GHz. Uvrščamo ga med brezžična osebna 
omrežja WPAN (angl. Wireless Personal Area Network). Prvotno je za standardizacijo 
skrbel Inštitut inženirjev elektrotehnike in elektronike IEEE (angl. Institute of 
Electrical and Electronics Engineers) z 802.15.1 standardom, vendar trenutno zanj 
skrbi posebna interesna skupina Bluetooth SIG (angl. Bluetooth Special Interest 
Group), pod katero je zbranih več kot 25,000 podjetij. Skrbijo za razvoj, pregled in 
certifikacijo naprav. [3, 4] 
Naprave, ki za povezovanje uporabljajo Bluetooth, so tipkovnice, miške, 
mobilni telefoni, prenosni in stacionarni računalniki. Bluetooth omrežje imenujemo 
tudi piconet (kombinacija pico, ki pomeni zelo majhno in net, okrajšava za omrežje). 
V piconet je lahko vključenih do osem naprav. Relacije med njimi so določene z 
razmerjem 'podrejeni-nadrejeni'. Prvotna naprava v piconetu je nadrejeni, vse ostale, 
ki komunicirajo z njim, pa podrejene. [5] 
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Slika 2.2:  Piconet omrežje [6] 
Skozi leta se je tehnologija Bluetooth razvijala. Trenutno se uporabljata dve 
različici, in sicer verzijo 3.0+ HS, ki ima visoko hitrost prenosa podatkov, ter 4.0+ 
verzija, ki ima nižje prenosne hitrosti in nižjo energijsko porabo (primarno se uporablja 
za Internet stvari (angl. Internet of Things – IoT)). Visoko hitrostni Bluetooth za 
komunikacijo med napravami uporablja svoj radijski sistem, ko pa je potrebno 
prenašati večjo količino podatkov, preklopi na 802.11 protokol fizičnega sloja. Ker se 
ta uporablja za Wi-Fi, lahko pride do motenj v prenosu. [4, 7] 
Bluetooth uporablja pri komunikaciji v frekvenčne skoke v razpršenem spektru 
(angl. Frequency Hopping Spread Spectrum – FHSS). Na voljo ima 70 različnih 
frekvenc v okolici 2,4 GHz, med katerimi menja 1600-krat na sekundo. Zaradi tega je 
verjetnost, da se dve neželeni napravi istočasno nahajata na isti frekvenci, zelo majhna. 
Da še dodatno zmanjšamo interferenco, poskrbimo tako, da pravilno nastavimo kanale 
na Wi-Fi omrežju. V Evropi imamo na voljo 13 kanalov. V kolikor imamo več 
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dostopnih točk, je priporočljivo, da uporabimo kanal 1, 6, ali 11. S tem preprečimo 
mešanje signala oziroma interferenco. [8] 
2.1.2  Zigbee 
ZigBee je protokolni sklad, namenjen komunikaciji med nizkoenergijskimi 
napravami v PAN omrežjih. Zasnovan je na standardu IEEE 802.15. Deluje na 
fizičnem radiu, določenem v standardu IEEE 802.15.4 in uporablja ISM frekvenčne 
pasove (2,4 GHz, 900 MHz (v Ameriki) in 868 MHz). Za posodabljanje in vzdrževanje 
specifikacij skrbi ZigBee Alliance organizacija. Pogosto se ga uporablja v industrijski 
avtomatizaciji, predvsem za komunikacijo naprava-naprava (angl. Machine to 
Machine – M2M). Z razvojem interneta se ga je začelo uporabljati tudi za 
komunikacijo med senzorji in glavno postajo. [9] 
2.1.3  Wi-Fi 
WLAN omrežje je brezžična nadgradnja lokalnega omrežja. Wi-Fi je postala 
dominantna tehnologija na področju WLAN za povezavo terminalnih naprav v 
internetno (ali lokalno) omrežje. Običajno uporablja 2,4 GHz in 5 GHz radijski pas za 
prenos podatkov. Razvila se je iz Etherneta, primarne tehnologije, uporabljene za 
povezavo lokalnih omrežij. Zaradi uporabe radijskih valov za prenos podatkov pa je 
manj zanesljiva in zahteva odpravljanje dodatnih težav. Najprej je potrebno določiti, 
kako se mobilna postaja poveže na brezžično postajo, potem je potrebna avtentikacija, 
zagotavljanje dostopa do medija, ker si vsi uporabniki delijo isti medij – zrak, zaščita 
(problem prisluškovanja), odpravljanje napak zaradi večje občutljivosti na motnje pri 
prenosu po zraku, katero kodiranje bomo uporabili, zgradba paketa in modulacija 
signala. 
Kako so te težave rešene in samo delovanje Wi-Fi-ja je podrobno opisano v 
standardih. Za standarde lahko skrbijo podjetja sama ali namenske organizacije. Za 
Wi-Fi standard skrbi IEEE. 
2.2  Standardi 
Zato, da lahko naprave različnih proizvajalcev delujejo med seboj, uporabljamo 
standarde. Običajno so to dokumenti, v katerih je zapisano, kako določena tehnologija 
deluje, kakšne so zahteve in kaj vse mora naprava izpolniti, da dosega določen 
standard. 
Standard IEEE 802.11 je zbirka specifikacij fizičnega sloja in dostopa do medija 
(angl. Media Access Control – MAC) za implementacijo računalniškega 
22 2  Osnove brezžičnih omrežij 
 
komunikacijskega brezžičnega omrežja na 2.4, 3.6, 5 in 60 GHz frekvenčnem pasu. 
Prva verzija standarda 802.11 se je pojavila leta 1997, vendar je pravi uspeh doživel 
šele z različico 802.11b leta 1999, ki je omogočala hitrosti do 11 Mbit/s. Takrat je 
nastala organizacija Wi-Fi Alliance, ki skrbi, da so naprave različnih proizvajalcev 
med seboj kompatibilne. Da se računalnik lahko poveže na Wi-Fi, mora imeti brezžični 
vmesnik. Kombinacija računalnika in brezžičnega vmesnika se imenuje postaja. 
Postaje na isti radijski frekvenci se med seboj zaznajo in povežejo. [1, 10] 
Ethernet (802.3) okvir 
7 oktetov 1 oktet 6 oktetov 6 oktetov 2 okteta 42 do 
1500 
oktetov 
4 okteti 12 oktetov 
Preambula Ločilo za 
začetek 
okvirja 
Ponorni 
MAC 
naslov 
Izvorni 
MAC 
naslov 
Tip Podatki CRC Razlika do 
drugega 
okvirja 
Tabela 2.2:  Format Ethernet okvirja 
Wi-Fi (802.11) okvir 
2 okteta 2 okteta 6 oktetov 6 oktetov 6 oktetov 2 okteta 6 oktetov 0 do 
2312 
oktetov 
4 okteti 
Kontrola Trajanje/
ID 
Ponorni 
MAC 
naslov 
Izvorni 
MAC 
naslov 
MAC 
naslov 
usmerjev
alnika 
Sekvenč
na 
kontrola 
MAC 
naslov 
dostopne 
točke 
Podatki CRC 
Tabela 2.3:  Format Wi-Fi okvirja 
Brezžične omrežne storitve, definirane v standardu IEEE 802.11, uporabimo za 
razširitev žičnih omrežij, ko se izkažejo za cenovno bolj ugodne v primerjavi z žično 
strukturo. Za primer lahko vzamemo knjižnico, kjer želimo imeti odprt dostop do 
interneta za obiskovalce. Če bi želeli uporabiti žični dostop, bi potrebovali za vsakega 
obiskovalca posebej Ethernet vtičnico s kablom in točno lokacijo, kjer bi se 
obiskovalci zbrali, da bi se priključili na Internet. Z uporabo brezžičnih storitev točna 
lokacija in ukvarjanje s postavitvijo kablov nista več potrebna, saj brezžično omrežje 
uporablja radijske valove za prenos podatkov in povezovanje naprav. [10] 
IEEE 802.11 standard Uporabljen frekvenčni pas (GHz) 
802.11a 5 
802.11b 2,4 
802.11g 2,4 
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802.11n 2,4 in 5 
802.11ac Pod 6 
802.11ad Do 60 
Tabela 2.4:  IEEE 802.11 standardi 
Na 2,4 GHz pasu je za uporabo definiranih štirinajst kanalov. Evropski inštitut 
za telekomunikacijske standarde ETSI (angl. European Telecommunications Standard 
Institute) v Evropi dopušča uporabo trinajstih kanalov, v Ameriki pa Zvezna komisija 
za komunikacije FCC (angl. Federal Communications Commission) dovoljuje 
delovanje enajstih. Kanali so med seboj oddaljeni po 5 MHz, razen zadnjih dveh 
kanalov, med katerima je 12 MHz. Zaradi majhne razlike med frekvencami se kanali 
med seboj prekrivajo. Standard 802.11 določa uporabo kanala s pasovno širino 22 
MHz in s 25 MHz razmakom do naslednjega kanala. [11] 
Številka kanala Središčna frekvenca 
(MHz) 
Razpon pasu (MHz) 
1 2412 2401 2423 
2 2417 2406 2428 
3 2422 2411 2433 
4 2427 2416 2438 
5 2432 2421 2443 
6 2437 2426 2448 
7 2442 2431 2453 
8 2447 2436 2458 
9 2452 2441 2463 
10 2457 2446 2468 
11 2462 2451 2473 
12 2467 2456 2478 
13 2472 2461 2483 
14 2484 2473 2492 
Tabela 2.5:  Wi-Fi kanali in frekvence 
Iz slike 2.3 je razvidno prekrivanje kanalov. Ko imamo samo eno dostopno 
točko, je izbira kanala lahko povsem naključna, vendar pa pri pokrivanju večje 
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površine nujno potrebujemo več dostopnih točk. Takrat moramo paziti, da izberemo 
neprekrivajoče kanale, saj nam interferenca lahko močno pokvari hitrost in kvaliteto 
povezave. Najpogostejša je izbira kanala 1, 6 in 11, uporabimo pa lahko tudi 
kombinacijo kanalov: 2, 7, 12 ali pa 3, 8, 13. [10] 
 
Slika 2.3:  Razporeditev kanalov po frekvenčnem pasu [12] 
2.0.1  802.11n in 802.11ac WLAN 
Trenutno najbolj razširjena različica standarda 802.11 je 802.11n. Potrjen je bil 
že leta 2009. Glavni cilj je bil povečati omrežno prepustnost napram prejšnjima 
standardoma (802.11a in 802.11g). Za povečanje pretoka podatkov 802.11n uporablja 
sistem več anten (angl. multiple-input multiple-output – MIMO) in teoretično lahko 
doseže hitrost do 600 Mbit/s (proti 54 Mbit/s pri standardu 802.11g) z uporabo štirih 
prostorskih tokov ter širino kanala 40 MHz. Uporablja se na frekvenčnem pasu 2,4 
GHz ali 5 GHz. Za doseg maksimalnih hitrosti je priporočena izbira 5 GHz 
frekvenčnega pasu, saj nimamo toliko motenj in interferenc kot pri 2,4 GHz 
frekvenčnem pasu. Za kodiranje digitalnih podatkov se uporablja ortogonalni 
frekvenčni multipleks OFDM (angl. Orthogonal Frequency Division Multiplex), kar 
je bilo implementirano že pri 802.11g različici. S pomočjo OFDM se skoraj izognemo 
medsebojni interferenci in povečamo efektivnost prenosa podatkovnih tokov. Glede 
na lastnosti komunikacijskega kanala 802.11n lahko izbira med štirimi modulacijami: 
binarno fazno modulacijo BPSK (angl. Binary Phase-Shift Keying), kvadraturno fazno 
modulacijo QPSK (angl. Quadrature Phase-Shift Keying), kvadraturno amplitudno 
modulacijo 16 – QAM (angl. Quadrature Amplitude Modulation) in 64 – QAM. 64 – 
QAM omogoča najvišje hitrosti, vendar je zelo občutljiva na napake, ki se pojavijo na 
komunikacijskem kanalu. Ena izmed novosti standarda 802.11n je uporaba kanalov s 
pasovno širino 40 MHz. S povečanjem pasovne širine povečamo hitrost povezave, 
vendar moramo biti pazljivi, saj lahko nehote povečamo interferenco. Če uporabimo 
to možnost, je priporočena uporaba kanalov 3 in 11. [1,10] 
Ker potreba po vse večjih hitrosti prenosov vedno bolj narašča, se počasi 
uveljavlja že naslednji standard in sicer 802.11ac. Teoretična hitrost standarda je malo 
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pod 7 Gbit/s, v praksi pa se maksimalna hitrost giblje okoli 2 Gbit/s. Višje hitrosti 
napram 802.11n dosežemo z uporabo novih 80 ali 160 MHz kanalov, gostejše 
modulacije 256 – QAM in povečanjem števila prostorskih tokov na 8. Standard 
uporablja samo 5 GHz frekvenčni pas, tako da dvopasovne dostopne točke uporabljajo 
standard 802.11n za združljivost s standardom 802.11g in 802.11b. [13] 
2.3  Širjenje radijskih valov 
Ker dostopne točke za širjenje signala izkoriščajo elektromagnetno valovanje, 
nas zanimajo njegove dinamike in lastnosti. 
Poznamo več vrst valovanja, na primer zvok, valovanje vode, svetlobe in 
radijsko valovanje. V splošnem lahko razdelimo valovanje na longitudinalno, kjer 
nihajo delci snovi v smeri širjenja motnje in transverzalno valovanje, kjer delci nihajo 
pravokotno na smer širjenja motnje. Radijski valovi in svetloba spadajo pod 
transverzalno in elektromagnetno valovanje. Tako imenujemo pojav, ko električno in 
magnetno polje valujeta v pravokotni smeri eno na drugo. V prostoru se širi s hitrostjo 
svetlobe, smer pa je pravokotna na smer električnega in magnetnega polja. S pomočjo  
valovanja se prenaša energija. Svetloba je elektromagnetno valovanje z valovnimi 
dolžinami med 400 nm in 700 nm, radijski, oziroma mikrovalovi, pa imajo valovne 
dolžine med 0,1 mm in 100000 km. Elektromagnetno valovanje je podvrženo 
pojavom, kot so odboj, lom, absorpcija, sipanje in polarizacija. [14] 
 
Slika 2.2:  Elektromagnetni pojavi 
Širjenje radijskih valov ali radijska propagacija je pojav, ko radijske valove 
oddajamo iz določene točke na Zemlji do druge točke, oziroma več njih, na Zemlji ali 
v atmosferi. Propagacija je odvisna od številnih parametrov (pri Wi-Fi signalu 
upoštevamo jakost oddajanja, šum kanala, slabljenje poti, šumno število sprejemnika), 
največkrat pa je odločilna frekvenca, na kateri oddajamo. Načeloma velja, da je pri 
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višji frekvenci pot signala krajša kot pri nižji. Prav tako nam frekvenca določa velikost 
anten. Nižje frekvence potrebujejo večje antene in obratno. [14] 
2.4  Antene 
Naprava, ki spremeni električni signal v radijski in obratno, je antena. Ima 
pomembno vlogo pri uspešnosti radijske zveze. Glavne lastnosti antene so smernost, 
dobitek in sevalna upornost. Najenostavnejši primer antene je dipol, kar nam 
predstavlja že železna palica, oziroma žica, kot jo najdemo v avtomobilih za lovljenje 
frekvenčno in amplitudno moduliranega signala (angl. Frequency Modulation, 
Amplitude Modulation – FM, AM). Druga zelo pogosta oblika je sklenjena zanka, ki 
se uporablja pri lovljenju televizijskega analognega signala. V splošnem jih delimo na: 
žične, logaritemske, Yagi, zrcalne, mikrostrip in antene z odprtino. Med seboj se 
razlikujejo tudi po obliki sevanja in jih zato razdelimo v tri skupine: usmerjene 
(sprejemanje oziroma oddajanje v točno določeni smeri), sektor (pokrivanje točno 
določenega področja v nekem razponu, kamor je antena usmerjena) in neusmerjene 
(izotropne, sevanje 360 stopinj okrog antene). 
Njihova velikost se običajno določi glede na uporabljeno frekvenco. Pri nižjih 
frekvencah uporabljamo večje antene, pri višjih frekvencah pa manjše. Upoštevamo 
tudi, ali se nahajamo na sprejemni ali oddajni strani komunikacijskega kanala. Včasih, 
če nas izkoristek ne zanima toliko, lahko na sprejemni strani uporabljamo veliko 
manjše antene kot na oddajni. 
Velikokrat si želimo izboljšati oddajanje Wi-Fi signala. Z izbiro prave antene 
lahko to na relativno enostaven način tudi dosežemo. Če želimo direktno povezavo 
točka - točka z daljšo razdaljo in manjšo pokritostjo, lahko priklopimo na dostopno 
točko Yagi ali zrcalno anteno in tako povečamo doseg. Za povečanje pokritosti 
potrebujemo sektor ali neusmerjeno anteno. Ker hočemo v notranjih prostorih imeti 
čim boljšo pokritost, največkrat uporabimo neusmerjene antene. [15] 
Mobilni telefoni in prenosniki imajo običajno anteno z odprtino ali mikrostrip 
anteno. Zaradi relativno visoke frekvence je velikost antene dokaj majhna. Antene, ki 
podpirajo standard 802.11n, so dvopasovne. [15] 
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Slika 2.5:  Mikrostrip antena 
Poleg anten na prenos signala vpliva sestava in razporeditev prostorov zgradbe, 
v kateri želimo postaviti ali nadgraditi omrežje Wi-Fi. Zato je smiselno, da preverimo, 
kako se elektromagnetno valovanje razširja znotraj stavb. 
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3  Specifike razširjanja signalov znotraj stavb 
Večina Wi-Fi omrežij se uporablja v zaprtih prostorih, ki so omejeni z zidovi, 
stropi, tlemi in okni. Zato je smiselno, da si pogledamo sestavo zgradb in kako vplivajo 
na razširjanje valovanja Wi-Fi signala. Ker se struktura notranjih okolij le poredkoma 
spreminja, lahko preučimo, kako vplivajo na razširjanje signala, in na koncu opravimo 
meritve. Zgradbe so lahko zgrajene iz različnih materialov in zato moramo upoštevati, 
da se mikrovalovni signal različno širi. Ne moremo pričakovati enake izmerjene 
jakosti signala pri isti postavitvi z uporabo različnih materialov. [1] 
3.1  Zgradbe in motnje 
Zgradbe, namenjene poslovni uporabi, lahko v večini primerov opredelimo kot 
večjo zgradbe (razni hoteli, bolnišnice, poslovne pisarne). Novejše zgradbe, višje od 
treh nadstropij, običajno ne uporabljajo zunanjih nosilnih zidov, ampak je nosilnost 
zagotovljena z vijačnimi jeklenimi nosilci. Nosilce lahko zamenjamo z armiranimi 
betonskimi stebri ali jih uporabimo za dodatno podporo. Ker zunanji zidovi niso več 
nosilni, lahko uporabimo več drugih materialov pri njihovi izdelavi. [1] 
Večinski delež materialov, uporabljenih pri izgradnji poslovnih stavb, 
predstavljajo beton, armiran beton, les in gips plošče. Steklo v oknih ni tako 
pomembno, saj so ta običajno postavljena na zunanjo stran zgradbe, kjer nas jakost 
signala ne zanima več. 
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Slika 3.1:  Slabljenje signala pri prehajanju skozi različen material [1] 
Za okvirno oceno, kolikšne izgube jakosti signala pomeni prehod skozi določen 
material, si oglejmo sliko 3.1. Vidimo, da suhi les ne predstavlja veliko izgub, medtem 
ko beton, samostojno ali pa v kombinaciji z opekami, predstavlja zelo močan slabilec, 
ki nam pri debelini 20 cm oslabi signal za 35 dB pri 2 GHz. [1] 
Sestava zgradb ni edina težava. Vpliv na slabljenje imajo tudi različni kovinski 
objekti, ki se nahajajo na poti širjenja signala. Glede na velikost in postavitev nam 
lahko zelo poslabšajo dosegljivost. Za primer lahko vzamemo star predalnik za 
dokumente. Objekt predstavlja za signal motnjo in meče senco, kjer je signal dosti 
šibkejši. V praksi se nam vpliv sence zmanjša zaradi seštevanja moči signala iz 
večpotja, kar sodobnejše dostopne točke izkoriščajo. 
3.2  Fizikalna pojava 
Čeprav govorimo o notranjosti stavb, veljajo za signal povsem enaki fizikalni 
pojavi kot zunaj. Zaradi zaprtosti prostora pridejo nekateri izmed njih (odboj, 
slabljenje) še bolj do izraza. Poti, ki jo signal tako prepotuje od ene antene do druge, 
rečemo večpotje, ker signal pride po različnih poteh do sprejemnika. Zaradi omejitve 
s prostorom nas zanima tudi pojav interference, ki se pojavi, ko več naprav komunicira 
na isti frekvenci.  
3.2.1  Večpotje 
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Večpotje v notranjosti zgradb nam večinoma predstavljajo odboji signala od 
gladkih površin, sipanje in prehodi skozi material. Za primer si lahko postavimo dve 
točki in različne ovire med njima. 
 
Slika 3.2:  Primer večpotja 
Če signal razdelimo v več žarkov, lahko vsakega spremljamo in mu pripišemo 
izgube. Poudariti je treba, da je to zelo preprost model in služi samo za razumevanje. 
Ko žarke na koncu seštejemo, ugotovimo, da je direkten žarek največ doprinesel k 
moči signala, čeprav je sprejemnik skoraj izven vidnega polja. Stranski snopi žarkov 
pa prispejo na cilj z zakasnitvami in povzročajo intersimbolno interferenco. 
Interferenca je odvisna od hitrosti simbolov in uporabljene modulacije. Gostejša, kot 
je modulacija in hitrejša, kot je hitrost simbolov, večja je verjetnost, da presežemo 
kritično vrednost intersimbolne interference in začnemo sprejemati napačne simbole. 
[10] 
3.2.2  Interferenca 
Če se več oddajnikov hkrati nahaja na istem frekvenčnem pasu, ali pa se 
frekvenčni pasovi prekrivajo, pravimo, da imamo interferenco. Oddajniki namreč 
vplivajo eden na drugega in kvarijo prenos. To se odraža v upočasnitvi prenosa, 
napačnem prenosu informacij, v skrajnem primeru pa lahko privede tudi do porušitve 
povezave. Interferenci se poskušamo izogniti. To lahko storimo s primernim 
načrtovanjem. Pri tem nam problem lahko predstavljajo zunanje enote, na katere 
nimamo vpliva. 
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4  Poslovni Wi-Fi 
Vedenje, kako se signal razširja znotraj stavb in kakšne so njegove fizikalne 
lastnosti, je spodbudilo razvoj in implementacijo Wi-Fi omrežij v poslovnih okoljih. 
V domačem okolju zadostuje že dostopna točka, ki se nahaja v usmerjevalniku 
internetnega ponudnika. Omogoča povezovanje manjšega števila naprav in signal je v 
večini primerov dovolj močan, da pokrije bivalno okolje. S povečevanjem števila 
uporabnikov in večjim okoljem pa take enostavne dostopne točke ne zadostujejo. 
Takrat potrebujemo namenske profesionalne in dražje dostopne točke z boljšim 
dosegom, povezovanjem večjega števila naprav in več možnostmi upravljanja. S 
pravilnim dostopnim načinom poskrbimo, da se klienti pravilno povežejo na željeno 
Wi-Fi omrežje. 
Wi-Fi lahko deluje v dveh različnih dostopnih načinih. Poznamo ad hoc in 
infrastrukturni način. Dalje ju razdelimo v tri konfiguracije: [10] 
 neodvisni osnovni storitveni set (angl. Independent Basic Service Set - 
IBSS), 
 osnovni storitveni set (angl. Basic Service Set – BSS) in 
 razširjen storitveni set (angl. Extended Service Set – ESS).  
IBSS ne uporablja dostopnih točk in je sestavljen samo iz brezžičnih naprav ali 
odjemalcev. Komunikacija poteka samo med napravami znotraj istega IBSS-a. 
Uporablja se v omrežjih ad hoc ali vsak z vsakim (angl. Peer to Peer – P2P). Prednosti 
sta lahka postavitev takega sistema in da nimamo potrebe po nakupu dodatne opreme. 
Slabosti so zmanjšan doseg delovanja, nerazširljivost in težave pri zaščiti. BSS je naša 
klasična predstava brezžičnega omrežja. V tem načinu imamo naprave, povezane z 
dostopno točko, ta pa je naprej povezana v sistemsko omrežje. Značilen je za domača 
brezžična omrežja in brezžična omrežja v manjših pisarnah. Prednost pred IBSS-om 
je razširljivost sistema, večji nadzor in zaščita sistema ter centralizirano upravljanje. 
ESS je definiran kot sistem enega ali več BSS povezanih sistemov, ki se predstavljajo 
na povezavnem nivoju kot enoten BSS sistem ne glede na postajo. Gre za eno ali več 
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dostopnih točk, povezanih na skupen žični ali brezžični distribucijski sistem. ESS je 
tipična konfiguracija brezžičnega omrežja v srednjih ter velikih podjetjih. [10] 
 
Slika 4.1:  Sistemi Wi-Fi konfiguracij [16] 
ESS se največkrat uporablja za kompletno in konsistentno pokritje celotnega 
podjetja, oziroma prostora, kjer se podjetje nahaja. Predstavljamo si ga lahko kot več 
BSS sistemov z istimi parametri, kot so identifikator storitvenega seta SSID (angl. 
Service Set Identifier) in zaščita. V kolikor se SSID dveh dostopnih točk razlikuje, ju 
upoštevamo kot različna BSS sistema, četudi sta povezana na isto infrastrukturo. 
Skupni SSID in enotna infrastruktura sestavljata ESS. ESS uporabljamo, ker nam 
omogoča prehod iz enega BSS sistema v drugega. V sedanjosti je to še toliko bolj 
pomembno, saj vedno več organizacij za prenos podatkov koristi kar brezžično 
omrežje in je stalna povezljivost postala obvezna. [10] 
Ker so ESS sistemi lahko zelo veliki, potrebujemo nekaj, kar nam omogoča lažji 
nadzor sistema. Rešitev je običajno kar krmilnik omrežja, na katerega je povezano 
večje število dostopnih točk in nam omogoča njihovo hkratno ali posamezno 
spreminjanje nastavitev ter pregled dogajanja. Krmilniki so lahko strojne rešitve 
(namenski računalnik, ki poganja prilagojeno programsko opremo), lahko pa tudi 
samo program, ki ga sami namestimo na ustrezno delovno postajo. 
4.1  Nadzor omrežja 
Za omrežja, pri katerih imamo manjše število dostopnih točk, ne potrebujemo 
posebnih rešitev za nadzor. Običajno zadostujejo že orodja, ki pridejo v kompletu z 
dostopno točko. Ko pa imamo opravka z nadzorom večjega števila dostopnih točk, 
moramo poseči po strokovnih rešitvah. Največkrat izberemo kar tisti program ali 
krmilnik, ki je iz istega podjetja kot kupljene profesionalne dostopne točke. Krmilnik 
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je lahko strojna oprema, na kateri je nameščen upraviteljski program ali pa samo 
program, ki ga lahko sami namestimo na delovno postajo. Krmilniki nam omogočajo 
nadzor, segmentacijo, določanje pravic dostopa, zaščito in monetizacijo postavljenega 
omrežja. Z njimi določamo parametre posamezne dostopne točke ali večjih skupin 
dostopnih točk. Krmilniški programi so zasnovani tako, da omogočajo enostavno 
razširljivost sistema in čimbolj enostavno uporabo. 
4.1.1  Brezžični LAN krmilnik 
Dostopne točke povežemo z brezžičnim LAN krmilnikom (angl. wireless LAN 
controler – WLC). WLC nam zagotavlja avtomatično konfiguracijo dostopne točke. 
Za komunikacijo se uporablja protokol Lahke dostopne točke LWAPP (angl. 
Lightweight Access Point Protocol), s katerim se enostavneje konfigurira večje število 
dostopnih točk. Zasnovan je bil s strani industrije in ga uporablja Cisco. Je generičen 
protokol, definiran za 802.11 WLAN protokol. Standardizirana verzija s strani 
Internetne inženirske delovne skupine IETF (angl. Internet Engineering Task Force), 
ki sloni na tem protokolu, se imenuje Kontrola in oskrbovanje brezžičnih dostopovnih 
točk (angl. Control And Provisioning of Wireless Access Points – CAPWAP). 
Uporabljajo jo novejši WLC-ji. [17] 
LWAPP za komunikacijo uporablja drugi (Ethernet okvirji) ali tretji (internetni 
protokol IP (angl. Internet Protocol)) OSI sloj. Prenašata se dve vrsti sporočil: 
podatkovna sporočila in kontrolna sporočila. Kontrolna sporočila so šifrirana z 
uporabo naprednega standarda šifriranja AES-CCM (angl. Advanced Encryption 
Standard) šifrirne metode. Za verifikacijo dostopnih točk se uporablja X.509 certifikat, 
ki ima določeno življenjsko dobo. Zato je pomembno, da ima WLC pravilno nastavljen 
trenutni čas in datum. Priporoča se uporabo protokola za omrežni čas NTP (angl. 
Network Time Protocol). Ko so naprave prepoznane in povezane, se najprej preveri 
strojna programska oprema dostopne točke. V kolikor se ta ne ujema z WLC strojno 
programsko opremo, steče pretok in namestitev trenutne različice programske opreme 
iz WLC-ja na dostopno točko. Nato WLC dostopni točki določi SSID, zaščito, 
kvaliteto storitve QoS (angl. Quality of Service) ter ostale nastavitve, ki so bile 
konfigurirane v WLC-ju. Dostopna točka je tako pripravljena za uporabo. Za 
zagotavljanje povezave med WLC-jem in dostopno točko skrbi LWAPP Heartbeat 
kontrolno sporočilo, ki se pošlje na vsakih 30 sekund. Dostopna točka pošlje sporočilo 
WLC-ju, ta pa odgovori s potrditvijo. V kolikor potrditve ni, dostopna točka začne 
ponovno pošiljati Heartbeat kontrolna sporočila, vsakič s krajšim časovnim 
intervalom. Če dostopna točka potrdila po večkratnem pošiljanju Heartbeat sporočila 
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ne dobi, razglasi WLC za nedostopen, razpusti in obnovi trenutni IP, ter začne iskati 
nov krmilnik. [17] 
Da dostopamo do omrežja, moramo WLC priključiti na dano omrežje. Za 
povezavo uporabimo Ethernet vrata na WLC-ju. WLC nam omogoča konfiguracijo 
vmesnikov. Vmesnik je logična entiteta, ki ji določimo IP naslov, privzeti prehod, 
značko navideznega lokalnega omrežja VLAN (angl. Virtual Local Area Network) in 
strežnik dinamičnega konfiguriranja klientov DHCP (angl. Dynamic Host 
Configuration Protocol). WLC pozna več tipov vmesnikov: 4 statične (upravljalni 
vmesnik, vmesnik za upravljanje dostopnih točk, navidezni vmesnik, vmesnik storitev 
vrat) in dinamične (definirane s strani uporabnika). 
Upravljalni vmesnik je primarni vmesnik za upravljanje povezav med WLC-jem 
in ostalimi napravami v omrežju. Uporablja se za komunikacijo med WLC-jem in 
dostopno točko na drugem sloju, ter je edini vhodni vmesnik, ki ga lahko vedno 
pingamo. [17] 
WLC ima enega ali več vmesnikov za upravljanje dostopnih točk in 
komunikacijo na tretjem sloju po opravljeni začetni povezavi. Upravljalni IP naslov 
dostopne točke se uporablja kot izvor LWAPP paketov iz dostopne točke do WLC-ja. 
Upravljalni vmesnik ima tudi svoj IP naslov, običajno iz omrežja, v katerega je WLC 
priklopljen. IP naslova upravljalnega vmesnika dostopnih točk ne moremo pingati 
zunaj WLC-ja, oziroma zunanjega omrežja. 
Navidezni vmesnik uporabimo za podporo upravljanja mobilnosti, DHCP-ja in 
zaščito tretjega sloja (avtentikacijo in VPN (ang. Virtual Private Network)). Da lahko 
dostopamo do njega, mu moramo dodeliti nov IP naslov. Navideznega vmesnika ne 
moramo pingati, prav tako ni viden v usmerjevalnih tabelah. 
Vmesnik storitev vrat je statično določen dejanskim fizičnim vratom. 
Uporabljati mora drugačen IP naslov od upravljalnega vmesnika, vmesnika za 
upravljanje dostopnih točk in dinamičnih vmesnikov. Lahko se mu ga dodeli preko 
DHCP-ja ali pa sami določimo statični IP naslov. Običajno vmesnik storitev vrat 
uporabimo za upravljanje v primeru odpovedi omrežja. 
Dinamični vmesniki so ustvarjeni s strani uporabnikov in služijo podobnemu 
namenu kot VLAN-i. Vsak dinamični vmesnik ima svoje IP omrežje in VLAN. [17] 
Ena najpomembnejših lastnosti WLC-jev je auto-RF. Auto-RF poskrbi, da so 
kanali dostopnih točk postavljeni tako, da je med njimi najmanj interference. WLC 
zazna interferenco na določenem kanalu pri določeni dostopni točki in prestavi 
frekvenčni kanal dostopne točke tako, da čim bolj zmanjša interferenco. 
4.2  Zaščita 
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Brezžična omrežja so bolj ranljiva za vdore in napade kot ožičena. Zato je 
potrebno vzpostaviti dovolj visok nivo zaščite, da ne pride do kraje pomembnih 
podatkov. Skozi leta se je razvilo več metod za zaščito brezžičnega omrežja. Najbolj 
osnovna in enostavna zaščita je uporaba protokola Zasebnost, enaka žični povezavi 
WEP (angl. Wired Equivalent Privacy) avtentikacije. Zadošča za lažjo zaščito pred 
prisluškovanjem in kot avtentikacija z deljenim ključem. Nasledil ga je protokol 
Zaščiten brezžični dostop WPA (angl. Wi-Fi Protected Access), ki je izboljšala zaščito, 
trenutno pa se uporablja WPA verzija 2. Glavne razlike med njimi so uporabljeni 
šifrirni postopki. WPA2 zahteva uporabo AES-CCMP algoritma in omogoča EAP 
avtentikacijsko metodo z uporabo storitev za preverjanje pristnosti oddaljenega 
klicnega uporabnika strežnikov RADIUS (angl. Remote Authentication Dial In User 
Service). Zaščitni postopki za brezžična omrežja so definirani v standardu IEEE 
802.11i. Uporabljena sta dodatna zaščitna protokola, štirismerno rokovanje in 
rokovanje skupinskega ključa. Štirismerno rokovanje je zasnovano tako, da 
avtentikator ali dostopna točka in klient dokažeta, da oba poznata ključ v vnaprejšnji 
skupni rabi PSK (angl. Pre-Shared Key) ali paren mojstrski ključ PMK (angl. Pairwise 
Master Key). Če uporabimo PSK, se ta nahaja že na obeh napravah, lahko pa 
uporabimo EAP protokol za avtentikacijo, vendar v tem primeru potrebujemo 
avtentikacijski strežnik. Ko je enkrat klient verificiran s strani dostopne točke, se 
ustvari skupni deljeni ključ PMK. 
Da povečamo zaščito, izklopimo vse starejše načine zaščite in jih nadomestimo 
z najnovejšimi. Tak primer je protokol zaščite nastavitev Wi-Fi WPS (angl. Wi-Fi 
Protected Setup), ki je bil ustvarjen za lažje upravljanje z zaščito in enostavnejšim 
dodajanjem naprav. Uporablja najenostavnejšo zaščito WPA in štiri načine dodajanja 
novih naprav v brezžično omrežje (metoda osebne identifikacijske številke PIN (angl. 
Personal Identification Number), metoda s pritiskom gumba, metoda komunikacije 
bližjega polja NFC (angl. Near Field Communication) in USB metoda). Pri metodi 
PIN, moramo PIN kodo vpisati v dostopno točko ali ustvariti PIN na dostopni točki in 
tega vpisati v novo napravo. Metoda s pritiskom gumba, deluje tako, da uporabnik 
hkrati pritisne gumb na dostopni točki in na novi omrežni napravi, da se napravi med 
seboj povežeta. NFC je način, pri kateremu uporabnik prinese novo napravo do 
dostopne točke in vzpostavi NFC povezavo. Zadnja je metoda USB, kjer uporabnik 
uporabi USB ključek za prenos podatkov med novo napravo in dostopno točko. WPS 
pokriva samo prvi dve metodi. 
Izkazalo se je, da ima metoda WPS PIN šibko točko v obliki napada s silo. 
Uspešen napad dovoli napadalcu vstop v zaščiteno omrežje in edina rešitev je izklop 
WPS. Prav tako moramo poskrbeti za zaščito dostopne točke, saj lahko napadalec s 
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fizičnim dostopom preko metode s pritiskom gumba dobi dostop do omrežja. Zaradi 
velikega varnostnega tveganja se priporoča izklop WPS standarda. 
Ostali možni napadi so: [10] 
 kraja identitete (angl. MAC spoofing), kjer napadalec posluša omrežje in 
odkrije računalnik z omrežnimi privilegiji. S pomočjo posebnih programov 
uporabi pridobljen MAC naslov in se predstavi omrežju kot administrator. 
Tako pridobi nadzor nad omrežjem. 
 mož v sredini (angl. man in the middle), kjer napadalec postavi svojo 
dostopno točko, na katero se povežejo uporabniki, sam pa je povezan na 
originalno dostopno točko in tako omogoči prost pretok. Napadalec ima 
dostop do celotnega prometa, ki gre skozi dostopno točko. Za napad izkoristi 
protokol rokovanja. Napad povzroči, da že povezane naprave izgubijo dostop 
z originalno dostopno točko in se ponovno povežejo na napadalčevo. 
Dodatno si lahko pomagajo še s programi, kot so AirJack in LANjack. 
 zavrnitev storitve (angl. denial of service – DoS) je napad, ko napadalec 
neprestano napada dostopno točko z lažnimi zahtevami. Običajni uporabniki 
se zato ne morejo normalno povezati na dostopno točko, lahko pa se tudi 
zgodi, da omrežje pade. DoS napad ne ogroža vsebine podatkov, ki se 
prenašajo po omrežju, lahko pa napadalec po uspešnem sesutju omrežja 
opazuje, kako se povezave ponovno vzpostavijo med klienti in dostopno 
točko ter tako odkrije ranljivosti. 
 omrežni vbrizg (angl. network injection), kjer napadalec lahko preko 
nezaščitene dostopne točke, ki pošilja razpršena (angl. Broadcast) omrežna 
sporočila upravljalnih protokolov, pošlje v omrežje lažna sporočila, 
namenjena spreminjanju konfiguracije omrežja. To povzroči sesutje omrežja 
in potrebo po ponovnem zagonu ali celo ponovnem nastavljanju parametrov 
na omrežnih napravah. 
Pred napadi iz okolja se zaščitimo še z nekaj dodatnimi ukrepi. SSID-ja ne 
oglašujemo, temveč ga imamo skritega. Naredimo MAC filtriranje, kjer točno 
določimo, katere naprave se lahko povežejo na naše omrežje. Uporabimo samo 
statične IP naslove. 
Običajno zaščito prilagajamo našim potrebam. Če ščitimo zelo pomembne 
podatke, uporabimo bolj stroge varnostne postopke, ki pa nam otežijo dostop in 
uporabo omrežja. Z nižanjem varnosti se viša enostavnost uporabe. Pomembno je, da 
poiščemo razmerje, primerno za naše omrežje. 
4.3  Eduroam 
Gostovanje izobraževanja ali Eduroam (angl. Education roaming) je globalna 
gostovalna storitev, ki se uporablja v znanstvene in izobraževalne namene. 
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Uporabnikom omogoča varen in enostaven dostop do omrežja, ko gostujejo v tujini. 
Potrebna je le kratka začetna nastavitev in uporabnik se lahko poveže na omrežje, 
kjerkoli deluje sistem Eduroam. Za avtentikacijo uporabnika poskrbi domača 
institucija, zato ni potrebe po dodatnih uporabniških imenih in geslih, ker se uporabijo 
iste poverilnice kot pri prijavi v domače omrežje. Uporabniku za uporabo Eduroama 
ni potrebno plačati nobenih prispevkov.[18, 19] 
Za Eduroam na lokalni ravni skrbijo institucije, kot so univerze, fakultete in 
raziskovalni inštituti. Na nacionalni ravni je organiziran s strani akademskih in 
raziskovalnih mrež (v primeru Slovenije je to Arnes). Globalno upravlja z Eduroamom 
organizacija TERENA, ki tudi skrbi za razvoj Eduroama. [19] 
Eduroam uporablja standard IEEE 802.1X za avtentikacijo in hierarhični sistem 
strežnikov RADIUS. Standard 802.1X definira enkapsulacijo razširljivega protokola 
za preverjanje pristnosti EAP (angl. Extensible Authentication Protocol) čez standarde 
IEEE 802. EAP je avtentikacijski protokol, ustvarjen za prenos in uporabo ključev, 
potrebnih za avtentikacijo, ki nastanejo iz EAP metod. [20] 
Primarno je bil razvit za IEEE 802.3 Ethernet, vendar so ga kasneje nadgradili, 
da zadostuje brezžičnemu standardu 802.11. Avtentikacija vsebuje tri sodelujoče 
strani: prijavljenca, avtentikator in strežnik za preverjanje pristnosti. Prijavljenec je 
klient, ki se želi povezati na WAN/LAN, avtentikator je omrežna naprava (Ethernet 
stikalo ali brezžična dostopna točka), strežnik pa je gostitelj, na katerem tečejo 
RADIUS in EAP protokoli. Avtentikator predstavlja prvo stopnjo zaščite, ki 
preprečuje klientu dostop do omrežja, dokler ta ni potrjen. Prijavljenec mora podati 
poverilnice avtentikatorju, ta pa jih pošlje strežniku za preverjanje pristnosti. Če 
strežnik ugotovi, da so poverilnice veljavne, spusti klienta na zaščiteno stran omrežja. 
EAP je avtentikacijski protokol, ustvarjen za prenos in uporabo ključev, potrebnih za 
avtentikacijo, ki nastanejo iz EAP metod. [20] 
Hierarhija strežnikov RADIUS je sestavljena iz strežnikov na lokalnem, 
nacionalnem in globalnem nivoju. Ker so podatki o uporabniku shranjeni na lokalnih 
strežnikih, morajo podatki za avtentikacijo potovati čez več strežnikov skozi različne 
nivoje. [17] 
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Slika 4.2:  Topologija strežnikov RADIUS 
Eduroam omrežje smo izbrali kot primer večjega omrežja, ker bomo v 
praktičnem delu magistrskega dela pripravili nadgradnjo Eduroam omrežja na 
Fakulteti za elektrotehniko. Še prej pa moramo pregledati orodja, ki jih bomo uporabili 
pri načrtovanju, ter primere dobrih praks, ki se uporabljajo pri implementaciji 
poslovnih Wi-Fi omrežij. 
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Pri postavitvi/nadgradnji brezžičnega sistema je potrebno pripraviti dober načrt. 
Običajno nas zanima, kakšno področje bomo pokrili z izbrano dostopno točko. V ta 
namen so se skozi leta razvili propagacijski modeli, s pomočjo katerih lahko 
predvidimo približno pokritost in vpliv interference. Razlikujejo se po namenu, saj so 
nekateri boljši za zunanja okolja, nekateri pa za notranja. Poznani so pod imeni 
TIREM, HATA, Longley – Rice, Walfish – Ikegami, Erceg, model Mednarodne 
telekomunikacijske zveze ITU (angl. International Telecommunication Union) in 
Motley – Keenan. [22] 
Hata model je nastal po meritvah v urbanih območjih in predmestjih. Veljaven 
je za frekvence od 150 MHz do 1,5 GHz, ter je bil kasneje razširjen do 2 GHz. 
Uporabljajo ga mobilni operaterji. Walfish – Ikegami je mišljen za frekvence od 800 
MHz do 2 GHz, višino stolpov od 4 do 50 metrov in celice v velikosti 5 kilometrov. 
Zna upoštevati situacije, kjer je signal v vidnem in nevidnem polju. Primarno se ga 
uporablja za območja urbanih koridorjev (ulice z visokimi stavbami). Erceg je nastal 
iz velike količine meritev, opravljenih na frekvenci 1,9 GHz. Uporabljal se je za 
merjenje dveh frekvenc (2,5 GHz in 3,5 GHz) dostopa do svetovne povezljivosti preko 
mikrovalov WiMAX (angl. Worldwide Interoperability for Microwave Access) 
tehnologije. ITU model je namenjen notranjosti stavbam za frekvence 900 MHz do 5,2 
GHz. Programi, ki modulirajo širjenje signala, uporabljajo enega, ali več naštetih 
propagacijskih modelov. 
Samo modeliranje signala je le en korak pri RF načrtovanju. V splošnem lahko 
načrtovanje razdelimo na 13 korakov: [1] 
 lokacija (koordinate, naslov, lastnik, tip zgradbe, področje pokrivanja), 
 zahteve uporabnika (pokritost, zmogljivost, varnost), 
 ugotovitev RF con (glede na željeno pokritost, zmogljivost, interferenc, 
možnosti povezav in napajanja), 
 izbor opreme in tehnologije, 
 analiza spektra (zaznava in pregled obstoječih oddajnikov), 
 RF raziskava (merjenje pokritosti, izris željene in izmerjene pokritosti), 
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 omrežna zasnova (povezave do postaj, povezave v ostala omrežja, kapaciteta, 
varnost, kontrola dostopa, IP naslavljanje), 
 izbira opreme (antene, naprave, namestitev, omrežje, cena), 
 kabliranje (medsebojne povezave), 
 radio (nadzor dostopa), 
 idejna zasnova (RF, omrežje, medsebojne povezave, cena), 
 najem stavbe (dostopnost in cena) in  
 najem prostora (dostopnost in cena). 
5.1  Pregled orodij 
Ker gre za magistrsko delo, smo postavili pogoj pri izbiri orodja, da se lahko 
uporablja brezplačno. To vključuje tudi demo verzije plačljivih programov. Za 
enostaven pregled, kaj naša WLAN kartica v prenosniku zaznava, smo uporabili 
inSSIDer 4 program. Pomagali smo si tudi z aplikacijo za pametni telefon (uporabljen 
je bil LG G3) Wifi Analyzer. Za pregled stanja, oziroma za raziskavo trenutne 
pokritosti, smo uporabili Ekahau HeatMapper ter Ekahau Site Survey. Preizkusili smo 
še demo različico TamoGraph Site Survey, ki nudi več možnosti napram Ekahau 
HeatMapperju. Za simulacijo sta na voljo demo različici FortiPlanner-ja 2, ki nudi 
osnovne možnosti, kot so določanje zidov, postavljanje dostopnih točk in določanje 
con pokritosti in Ekahau Site Survey. 
5.1.1  inSSIDER 4 
Inssider 4 je preprost program za prikaz Wi-Fi signalov, ki jih lovi Wi-Fi kartica. 
Izpiše nam MAC naslove zaznanih dostopnih točk, SSID, na katerem kanalu se oddaja 
signal, moč signala, katere standarde Wi-Fi-ja podpira, kakšno zaščito uporablja ter 
minimalno in maksimalno hitrost prenosa podatkov. Vse dobljene signale nam izriše 
na graf, kjer je y os jakost signala, x os pa kanal. Podpira prikaz 2,4 GHz in 5 GHz 
signalov. S klikom na željeno dostopno točko se odpre okno z dodatnimi podatki 
(kateri način zaščite je uporabljen in spreminjanje jakosti signala po časovni osi). Če 
imamo večje število dostopnih točk, nam program omogoča nastavljanje filtriranja po 
SSID-ju, MAC naslovu, številu kanala in jakosti signala. Program je uporaben, ker 
lahko hitro preverimo zasičenost prostora z Wi-Fi signalom in ustrezno spremenimo 
kanal na naši dostopni točki za izboljšanje delovanja. 
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Slika 5.1:  Osnovno okno inSSIDer 4 programa 
 
Slika 5.2:  Dodatni podatki željenega signala 
5.1.2  Ekahau HeatMapper 
HeatMapper zadostuje minimalnim zahtevam za pregled stanja na lokaciji, kjer 
želimo postaviti Wi-Fi. Program je majhen in preprost za uporabo, kar pri večjih 
projektih predstavlja težavo. Uporaben je za manjše prostore (pregled stanovanja), pri 
pregledu večjih stavb (na primer hotela), pa se pokažejo določene pomanjkljivosti. 
Vse, kar potrebujemo, je slika prostora, kjer želimo opraviti meritve. Program sprejme 
bmp, jpg, jpeg, wbmp, png, gif, in svg formate slik. V primeru, da nimamo načrta 
prostora, ponuja tudi opcijo brez slike. Priporočeno je, da se potem skicira vsaj 
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približno postavitev prostorov (idealno v merilu), ker so potem rezultati meritev veliko 
bolj točni in jih je lažje prebrati. Meritve se opravlja v prostoru, kjer želimo izvesti 
pregled stanja. Sliko načrta naložimo v program, izberemo si začetno točko ter se 
postavimo nanjo. Ko smo pripravljeni, z levim gumbom kliknemo na načrt in meritev 
se začne. Počasi se premikamo po prostoru in čimbolj pogosto klikamo na načrt, da 
označimo našo trenutno lokacijo. Ko meritev opravimo, jo z desnim klikom 
zaključimo. Program nam izriše pokritost prostora ter vse dostopne točke, ki jih je 
zaznal. Dostopne točke umesti v načrt glede na jakost signala. Če je signal prešibak, 
jih običajno postavi na robove načrta. Tukaj se že pojavi ena izmed omejitev programa, 
saj nam ne omogoča filtriranja, tako da pride do nepreglednosti. Druga slabost je 
shranjevanje dobljenih meritev. Program omogoča zajemanje slike zaslona in ničesar 
drugega. Za boljšo preglednost moramo zato sliko še obdelati in pravilno shraniti, da 
vemo, kaj smo sploh izmerili. 
 
Slika 5.3:  Začetno okno Ekahau HeatMapperja 
5.1.3  TamoGraph Site Survey 
Program TamoGraph Site Survey je naprednejši kot Ekahau HeatMapper. 
Omogoča izbiranje prikaza dostopnih točk, določitve okolice, kjer poteka meritev, 
kalibracijo mape, določanje kanalov in drugo. Pregled naredimo tako, da najprej 
ustvarimo nov projekt, kjer določimo parametre (ime projekta, tip okolice, katere 
kanale naj pregleda in dodajanje načrta). Te parametre lahko kasneje tudi 
spreminjamo. Pregled zaženemo in s klikanjem po načrtu in hkratnim premikanjem po 
prostoru ustvarimo pregled stanja v izbranem prostoru. Izberemo, kateri prikaz nas 
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zanima (jakost signala, razmerje signal/šum,… ) in program nam izriše izbran prikaz. 
Omogoča nam razporeditev načrtov po nadstropjih, kar pride prav pri večjih projektih. 
Na voljo imamo testno različico, ki po dveh tednih preneha delovati in nato za uporabo 
zahteva licenco. V testni različici ni mogoče shranjevati projektov, kar pomeni, da 
moramo uporabljati program za zajem namizja, oziroma slike, ki nam jo program 
izriše. Na načrt nam izpiše vodni odtis, kar nekoliko oteži delo. Za nakup nam ponujajo 
dve licenci in sicer standard, ki stane 899€ ter pro za 1199€. 
 
Slika 5.4:  TamoGraph Site Survey 
5.1.4  FortiPlanner 2 
FortiPlanner 2 je brezplačen program, namenjen načrtovanju Wi-Fi omrežja. 
Podobno, kot pri TamoGraph Site Surveyu, na začetku ustvarimo nov projekt. 
Določimo ime projekta, dodamo ime in lokacijo stavbe ter načrte nadstropij. Vsak 
dodan načrt nato kalibriramo. Ker program ne ve, kakšne zidove imamo, moramo vsak 
zid posebej na načrtu označiti in mu določiti slabljenje. To napravimo tako, da v 
programu izberemo tip zidu in povlečemo črto po zidu na načrtu. Prav tako označimo 
okna, dvigala in vrata. Ko imamo vse označeno, moramo še dodati cono, v kateri 
želimo, da program izriše dobljene rezultate. Z izbiro Add Zone označimo željeno 
območje in nato lahko začnemo z dodajanjem dostopnih točk. Izbiramo lahko le med 
FortiNetovimi dostopnimi točkami. Točke dodamo poljubno na načrt in opazujemo 
izris jakosti signala. S premikanjem poskušamo doseči željeno pokritost. Izrisu lahko 
spreminjamo barve in določimo, za kateri frekvenčni pas želimo imeti izris. Ko 
zaključimo z delom, lahko izpišemo poročilo. V poročilu se nahajajo podatki o 
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izbranih dostopnih točkah, propagacijska analiza, predvidena hitrost Wi-Fija, vse za 
2,4 GHz ter 5 GHz frekvenčna pasova. Program je za manjše projekte in manjše načrte 
soliden in nam ponudi osnovno sliko načrtovanja. Omogoča shranjevanje dela. Pri 
načrtih iz fakultete pa se ni najbolje obnesel, saj so preveliki (sploh stavba A) in 
izpadejo zelo nepregledni. 
 
Slika 5.5:  FortiPlanner 2 
5.1.5  Ekahau Site Survey Pro with Planning 
Je plačljiv program z dvotedensko preizkusno dobo. Site Survey je podoben 
TamoGraphu, vendar naprednejši in enostavnejši za uporabo. Načrt naložimo v 
program, ga kalibriramo in začnemo s pregledom trenutnega stanja. Postopek je enak 
kot pri HeatMapperju in TamoGraphu. Premikamo se po prostoru in hkrati klikamo po 
načrtu. Ko zaključimo, nam program izriše pokritost prostora s signalom in postavi 
dostopne točke. Prednost je, da lahko točke premikamo in tako natančno določimo 
njihovo pozicijo, da se ujemajo z realnim stanjem. Neželene lahko tudi odstranimo. 
Dobljeni izris lahko omejimo na željeno razdaljo ter natančnost. To je pomembno, če 
imamo večje površine, kjer nismo mogli opraviti meritev. Pomemben del prinaša tudi 
načrtovanje (planning). Vsebuje številne dostopne točke različnih proizvajalcev in 
omogoča natančnejši pregled stanja, saj lahko prostore, kjer nismo opravili meritev, 
določimo z zidovi (podobno FortiPlannerju). Dobra lastnost je tudi prosto prehajanje 
med pregledom in načrtovanjem, saj se oboje dopolnjuje, kar botruje hitremu 
načrtovanju. Najprej opravimo pregled, odstranimo neželene dostopne točke, 
popravimo lokacijo željenih in preklopimo na načrtovanje. Zidove označimo in že 
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lahko dodajamo nove dostopne točke ter opazujemo njihov vpliv na trenutno stanje. 
Lokacijo nove dostopne točke izberemo tako, da skušamo čimbolj popraviti in 
izboljšati trenutno stanje. Program omogoča tudi 3D modeliranje, kjer naložimo več 
nadstropij in določimo debelino tal (stropa) ter višino posameznega nadstropja. Za 
optimalni izkoristek te funkcije pa potrebujemo plačljivo različico, ki omogoča 
shranjevanje projektov ter neomejeno časa za označevanje zidov in postavljanje novih 
dostopnih točk. Ko smo s postavitvijo točk zadovoljni, imamo na voljo izpis poročila. 
Izpis ustvari pdf ali docx datoteko, ki vsebuje načrt z jakostjo signala, izgubo paketov 
in še nekaj parametri. Izpis temelji na pred pripravljeni datoteki, ki jo lahko 
spreminjamo in tako določimo, kaj želimo videti v poročilu. V preizkusni različici smo 
časovno omejeni z določanjem zidov in dostopnih točk, saj imamo samo 15 minut časa 
od postavitve prvega zidu/točke. Prav tako ne moremo shranjevati projektov, zato je 
poročilo zelo pomembno. V kolikor smo se kje zmotili in nimamo več odprtega 
programa, moramo ponovno opraviti pregled trenutnega stanja in nato načrtovanje. 
 
Slika 5.6:  Ekahau Site Survey Pro with Planning [20] 
5.2  Primeri dobrih praks 
Poleg izbire pravilnega orodja, je smiselno, da si pogledamo primere dobrih 
praks. V ta namen imamo na voljo postopke, ki nam olajšajo delo in skrajšajo čas 
implementacije nadgradenj ali novega brezžičnega omrežja. 
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Pri načrtovanju je dobro, da vemo približno število klientov, ki jih bo naše 
brezžično omrežje gostovalo. Prav tako se moramo odločiti, če bomo imeli omejeno 
hitrosti prenosa podatkov (kar je priporočljivo). Iz števila klientov in hitrosti prenosa 
podatkov izračunamo, kakšno WAN povezavo bomo potrebovali, da zadostimo 
želenim hitrostim prenosa. [23] 
Dostopne točke je smiselno namestiti na višjo lokacijo (idealno pod strop), ker 
se tako signal bolje širi čez prostor, saj ima manj motenj na poti. Knjižnice nam 
predstavljajo idealen primer, kjer bi signal dostopnih točk, nameščenih na stranske 
zidove, slabile knjižne police. Če imamo več nadstropij in nam signal iz zgornjega in 
spodnjega nadstropja pokrijeta zadosten del trenutnega nadstropja, lahko dostopne 
točke namestimo tako, da jih montiramo na različne konce nadstropij (slika 5.7). 
 
Slika 5.7:  Navzkrižno postavljanje dostopnih točk 
Če imamo težavo pokriti določeno območje, na dostopne točke ne montiramo 
močnejših anten, ampak raje dodamo nove dostopne točke. S tem tudi razbremenimo 
ostale in število klientov lepše prerazporedimo. Pri uporabi 2,4 GHZ frekvenčnega 
pasu se izogibamo uporabi razširjenih kanalov (iz 22 MHz na 40 MHz). Tako lahko 
ohranimo interferenco na minimumu, hkrati pa zagotovimo povezljivost večjemu 
številu klientov, kot če bi vsak uporabljal 40 MHz kanal. Dostopnim točkam nastavimo 
uporabo željenih kanalov (lahko ročno, ali pa prepustimo krmilniku). Če želimo višje 
podatkovne hitrosti, raje implementiramo dostopne točke, ki podpirajo standard IEEE 
802.11ac. Zaradi vse višjih podatkovnih hitrosti je smiselno, da za vsako dostopno 
točko v času implementacije namestimo dva Ethernet kabla in se tako izognemo 
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kasnejšim stroškom ter zagotovimo, da bo pozicija uporabna tudi v prihodnje. Ker 
vsaka dostopna točka potrebuje napajanje, uporabljamo stikala, ki podpirajo 
tehnologijo Moč čez Ethernet PoE (angl. Power over Ethernet). S tem se izognemo 
dodatnim stroškom načrtovanja in napeljave električnega kabla do vsake dostopne 
točke. [23] 
Da zagotovimo kvalitetno prehajanje klientov znotraj dostopovnega omrežja, 
moramo imeti pravilno urejene SSID-je. Dobra praksa je, da imamo en SSID za 
privatno omrežje in enega za goste. S tem povečamo zaščito našega omrežja, ker 
klienti, povezani na omrežje za goste, običajno nimajo dostopa do internega omrežja. 
Omrežja na 2,4 GHz in 5 GHz ne poimenujemo različno, ampak s skupnim imenom. 
V kolikor dostopna točka (ali krmilnik) omogoča, da naprave, ki imajo 5 GHz Wi-Fi 
modul, premakne na 5 GHz pas, to storimo. [23] 
Nekaj izmed naštetih dobrih praks smo opazili pri že obstoječem brezžičnem 
omrežju na Fakulteti za elektrotehniko. Opazna je pravilna uporaba SSID-jev in 
navzkrižno postavljanje dostopnih točk. 
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elektrotehniko 
Fakulteta za elektrotehniko je bila izbrana kot testni model, ker je njeno Eduroam 
omrežje starejše izdelave in potrebno nadgradnje. Pripravljen je bil načrt za nakup do 
dvajset novih dostopnih točk in potrebno je bilo izbrati primerne lokacije zanje. 
Določanje lokacij dostopnih točk smo se lotili postopoma. Prvotno je bilo 
potrebno že pripravljene načrte stavbe Fakultete za elektrotehniko pretvoriti v 
različico, ki jo načrtovalski programi lahko preberejo. S pomočjo AutoCADa smo 
vsako nadstropje posebej izvozili v pdf datoteko in jo nato pretvorili v png sliko, ki jo 
lahko uporabimo v vseh programih. Ker so načrti nastali leta 2012, na fakulteti pa so 
v tem času nekaj nadstropij renovirali, se nekateri načrti ne ujemajo povsem s 
trenutnim stanjem. Podrobneje bodo razlike opisane kasneje. Nato smo preverili 
delovanje brezplačnih rešitev. Pregled trenutnega stanja smo opravili z Ekahau 
HeatMapperjem in nato s pomočjo FortiPlannerja poskušali narediti preslikavo ter 
dodati dodatne točke in tako narediti simulacijo novih postavitev. Težave so se 
pojavile že pri HeatMapperju, saj nam izriše vse zaznane dostopne točke in njihovo 
jakost signalov, tako da so bile dobljene meritve dokaj nepregledne. S FortiPlannerjem 
se da relativno enostavno izvesti simulacijo, vendar so bila dobljena poročila ponovno 
nepregledna, ker je FortiPlanner pri poročilu močno pomanjšal načrte nadstropij in 
tako povzročil nepreglednost simulacij. Oba programa sta zadostna za enostavno 
testiranje in planiranje tam, kjer nimamo večjih površin in velikega števila dostopnih 
točk. 
Ravno zaradi naštetih težav smo se odločili, da uporabimo preizkusno različico 
Ekahau Site Surveya. Združuje funkcije FortiPlannerja in HeatMapperja. Fizično 
lokacijo dostopnih točk smo imeli že pripravljeno, z WiFi Analyzerjem smo jim 
določili še MAC naslove za lažje načrtovanje. 
Stavbo fakultete za elektrotehniko smo razdelili na štiri dele in jih ustrezno 
poimenovali, kot je razvidno iz slike 6.1. 
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Slika 6.1:  Stavba Fakultete za elektrotehniko 
6.1  Meritve in simulacija 
Meritve smo opravili po celotni stavbi Fakultete za elektrotehniko. Meritve so 
potekale tako, da smo imeli že vnaprej znane lokacije postavljenih dostopnih točk in 
njihove MAC naslove. Nato smo na vsakem nadstropju posebej opravili pregled 
trenutnega stanja in načrtovanje oziroma simulacijo z dodanimi novimi točkami. Na 
podlagi meritev in simulacij smo določili lokacije novih dostopnih točk za izboljšanje 
pokritosti. Ker že obstoječe dostopne točke uporabljajo tehnologijo IEEE 802.11g, so 
meritve potekale v 2,4 GHz frekvenčnem pasu. Tudi pri simulaciji smo za pokritost 
upoštevali maksimalno pokritost v 2,4 GHz frekvenčnem pasu. Za 2,4 GHz smo se 
odločili, ker so trenutne točke že na tej frekvenci in da bi ugotovili, ali se da 
optimizirati samo postavitev točk in kanalov tako, da bi imeli čim manj interference. 
Za opravljanje meritev smo potrebovali prenosni računalnik z delujočim Wi-Fi 
adapterjem in ustrezno programsko opremo (Ekahau Site Survey). V program smo 
naložili načrt nadstropja, ki smo ga želeli izmeriti, in začeli z meritvijo. Meritev 
vključuje sprehajanje po nadstropju in označevanje poti v programu. Idealno bi bilo, 
če bi se lahko sprehodili po vseh prostorih, zadostuje pa že, če zajamemo vsaj skrajne. 
Če nam to ne bi uspelo, bi se bolj zanašali na simulacijo. Ko smo opravili sprehod, 
oziroma pokrili želeno območje, nam je program izrisal pokritost nadstropja s 
signalom. Izločili smo neželene dostopne točke in označili, katere dostopne točke 
upoštevamo v naših meritvah, in tako dobili željeno meritev. Kjer ni bilo možnosti, da 
bi se sprehodili skozi vse prostore v nadstropju, smo rezultate izboljšali  v programu 
za planiranje. Označili smo zidove in tako optimizirali rezultate simulacije. Rezultat 
smo izvozili s poročilom in se pripravili na dodajanje novih dostopnih točk. Program 
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nam je v realnem času izračunal in prikazal vpliv novih točk na trenutno stanje. S 
premikanjem dostopnih točk smo poskušali doseči želeno pokritost nadstropja s 
signalom. V primeru, da imamo več rešitev, za vsako posebej izvozimo poročilo. 
Meritve in simulacije so potekale za 2,4 GHz frekvenčni pas. 
Ker je bila v ožjem izboru Ciscova dostopna točka 1072I, smo jo izbrali med 
dodajanjem novih točk v simulaciji. Podpira standarda IEEE 802.11n in 802.11ac. 
 
Slika 6.2:  Legenda jakosti signala 
6.1.1  Stavba A 
Stara stavba obsega največji del zgradbe Fakultete za elektrotehniko. V višjih 
nadstropjih se nahajajo laboratoriji, predavalnice pa so večinoma v prvem nadstropju. 
Ker je dostop do laboratorijev omejen, smo se bolj osredotočili na simulacijo. Peto 
nadstropje je namenjeno strojnici dvigala in dvema kabinetoma, zato je bilo izpuščeno 
iz meritev. Stavba A ima visoke strope ter dodatne medetaže, kar je otežilo 
načrtovanje. 
4. nadstropje 
V četrtem nadstropju se nahajajo prostori, namenjeni oddajanju zunanjim 
uporabnikom (podjetjem). V samem nadstropju naj ne bi bilo nobene dostopne točke. 
Trenutno stanje četrtega nadstropja se ne ujema povsem z načrti iz leta 2012. Opisane 
so spremembe, do katerih je bil omogočen dostop. Prostori AN403A, AN403B in 
AN403C so sedaj združeni v eno predavalnico. Vrat AN411 ni več, dostop do 
vzhodnega dela stavbe pa je takoj za AN401/2 zaprt z vrati. WiFi Analyzer je zaznal 
3 Eduroam dostopne točke, eno iz nadstropja nižje in dve v tem nadstropju ali v 
medetaži zraven. Kot je razvidno iz meritev, je nova predavalnica brez Eduroam 
signala. 
 
Slika 6.3:  Opravljena pot za meritve in simulacijo v 4. nadstropju A stavbe 
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Slika 6.4:  Trenutni položaj dostopnih točk v 4. nadstropju A stavbe 
Dostopne točke 
Ime: Cisco (#1) Zapiski: postavljena v 3. nadstropju 
Radio on channel: 10 
Networks: 
Mac: 00:11:5c:c3:8b:72, SSID: , Technology: 802.11g 
Mac: 00:11:5c:c3:8b:71, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c3:8b:70, SSID: FE-GUEST, Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski:  
Radio on channel: 6 
Networks: 
Mac: 00:11:5c:c7:2b:e0, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c7:2b:e1, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c7:2b:e2, SSID: , Technology: 802.11g 
 
Ime: Cisco (#3) Zapiski: možna nedovoljena dostopna točka 
Radio on channel: 8 
Networks: 
Mac: 00:3a:9a:15:d1:31, SSID: eduroam, Technology: 802.11g 
Mac: 00:3a:9a:15:d1:30, SSID: FE-GUEST, Technology: 802.11g 
 
Tabela 6.1:  Opis dostopnih točk 4. nadstropja A stavbe 
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Slika 6.5:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v 4. nadstropju A stavbe 
3. nadstropje 
Tretje nadstropje pokriva ena dostopna točka na zidu zraven stopnišča, nasproti 
AN305B/2. Zaznali smo tudi eno točko iz drugega nadstropja in eno točko iz četrtega 
nadstropja. Žal imata obe premajhno jakost, da bi zadovoljivo pokrila tretje nadstropje 
in bi potrebovali vsaj še eno dodatno dostopno točko. Načrt se tukaj ujema z realnim 
stanjem. 
 
Slika 6.6:  Opravljena pot za meritve in simulacijo v 3. nadstropju A stavbe 
 
Slika 6.7:  Trenutni položaj dostopnih točk v 3. nadstropju A stavbe 
Dostopne točke 
Ime: Cisco (#1) Zapiski:  
Radio on channel: 10 
Networks: 
Mac: 00:11:5c:c3:8b:71, SSID: eduroam, Technology: 802.11g 
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Mac: 00:11:5c:c3:8b:72, SSID: , Technology: 802.11g 
Mac: 00:11:5c:c3:8b:70, SSID: FE-GUEST, Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski: postavljena v 2. nadstropju 
Radio on channel: 5 
Networks: 
Mac: 00:11:5c:d1:34:11, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:34:12, SSID: , Technology: 802.11g 
Mac: 00:11:5c:d1:34:10, SSID: FE-GUEST, Technology: 802.11g 
 
Ime: Cisco (#3) Zapiski: možna nedovoljena dostopna točka 
Radio on channel: 8 
Networks: 
Mac: 00:3a:9a:15:d1:31, SSID: eduroam, Technology: 802.11g 
Mac: 00:3a:9a:15:d1:30, SSID: FE-GUEST, Technology: 802.11g 
 
Tabela 6.2:  Opis dostopnih točk 3. nadstropja A stavbe 
 
Slika 6.8:  Meritve in simulacija jakosti signala Eduroam dostopnih točk 3. nadstropja A stavbe 
2. nadstropje 
Za pokritost naj bi skrbeli dve dostopni točki. Starejša se nahaja na hodniku 
nasproti vrat predavalnice P22 (AN207), novejša pa v laboratoriju LT4 (AN203). V 
času meritev dostopna točka v laboratoriju ni delovala. Zaznali smo še dostopni točki 
iz tretjega in prvega nadstropja. Načrt se tudi tukaj ujema z realnim stanjem. Ker se 
točka v tem nadstropju nahaja med omarami, v katerih so razstavni eksponati (stari 
računski stroji),  sta opazni slabša propagacija in pokritost s signalom.  
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Slika 6.9:  Opravljena pot za meritve in simulacijo v 2. nadstropju A stavbe 
 
Slika 6.10:  Trenutni položaj dostopnih točk v 2. nadstropju A stavbe 
Dostopne točke 
Ime: Cisco (#1) Zapiski: postavljena v 3. nadstropju 
Radio on channel: 10 
Networks: 
Mac: 00:11:5c:c3:8b:70, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c3:8b:72, SSID: , Technology: 802.11g 
Mac: 00:11:5c:c3:8b:71, SSID: eduroam, Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski:  
Radio on channel: 5 
Networks: 
Mac: 00:11:5c:d1:34:11, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:34:10, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:d1:34:12, SSID: , Technology: 802.11g 
 
Ime: Cisco (#3) Zapiski: postavljena v 1. nadstropju 
Radio on channel: 3 
Networks: 
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Mac: 00:11:5c:c7:2b:12, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c7:2b:11, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c7:2b:10, SSID: , Technology: 802.11g 
Mac: 00:11:5c:c7:2b:13, SSID: , Technology: 802.11g 
 
Tabela 6.3:  Opisi dostopnih točk 2. nadstropja A stavbe 
 
Slika 6.11:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v 2. nadstropju A stavbe 
1. nadstropje 
Prvo nadstropje je bilo deležno nekaj renovacij, vendar večjih razlik med 
načrtom in realnim stanjem ni. Za Eduroam signal skrbi dostopna točka nasproti zidu, 
med vrati AN107 in AN108A/1, nad omaro za stikala. Zaznamo še točko iz drugega 
nadstropja, ki pa zelo malo vpliva na celotno pokritost.  
Slika 6.12:  Opravljena pot za meritve in simulacijo v 1. nadstropju A stavbe 
 
Slika 6.13:  Trenutni položaji dostopnih točk v 1. nadstropju A stavbe 
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Dostopne točke 
Ime: Cisco (#1) Zapiski: postavljena v 2. nadstropju 
Radio on channel: 5 
Networks: 
Mac: 00:11:5c:d1:34:11, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:34:10, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:d1:34:12, SSID: , Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski:  
Radio on channel: 3 
Networks: 
Mac: 00:11:5c:c7:2b:12, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c7:2b:10, SSID: , Technology: 802.11g 
Mac: 00:11:5c:c7:2b:13, SSID: , Technology: 802.11g 
Mac: 00:11:5c:c7:2b:11, SSID: FE-GUEST, Technology: 802.11g 
 
Tabela 6.4:  Opis dostopnih točk 1. nadstropja A stavbe 
 
Slika 6.14:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v 1. nadstropju A stavbe 
6.1.2  Stavba B 
Za novejši del zgradbe Fakultete za elektrotehniko smo uporabili enak postopek 
meritev kot pri stavbi A. Izkazalo se je, da je pokritost tega dela boljša, še posebej v 
nižjih nadstropjih, kjer se nahajajo predavalnice. Nadstropja so tukaj nižja, nekaj 
dostopnih točk je skritih pod dvojnim stropom. Nadstropja imajo, z izjemo petega 
nadstropja, navzkrižno postavljene dostopne točke. 
5. nadstropje 
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V petem nadstropju se nahaja samo ena dostopna točka in sicer zraven vrat 
kabineta BN511. Skrita je pod stropom. Zaznamo še signal iz četrtega nadstropja. Ker 
se dostopna točka iz četrtega nadstropja nahaja v skoraj isti vertikalni poziciji kot točka 
iz petega, je pokritost vzhodnega dela stavbe zelo slaba. 
 
Slika 6.15:  Opravljena pot za meritve in simulacijo v 5. nadstropju B stavbe 
 
Slika 6.16:  Trenutni položaj dostopnih točk v 5. nadstropju B stavbe 
Dostopne točke 
Ime: Cisco (#1) Zapiski: postavljena v 4. Nadstropju 
Radio on channel: 5 
Networks: 
Mac: 00:11:5c:d1:34:b1, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:34:b2, SSID: , Technology: 802.11g 
Mac: 00:11:5c:d1:34:b0, SSID: FE-GUEST, Technology: 802.11g 
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Ime: Cisco (#2) Zapiski:  
Radio on channel: 3 
Networks: 
Mac: 00:11:5c:d1:34:01, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:34:02, SSID: , Technology: 802.11g 
Mac: 00:11:5c:d1:34:00, SSID: FE-GUEST, Technology: 802.11g 
 
Tabela 6.5:  Opis dostopnih točk 5. nadstropja B stavbe 
 
Slika 6.17:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v 5. nadstropju B stavbe 
4. nadstropje 
Dostopna točka četrtega nadstropja ima eno anteno, speljano v laboratorij LT3 
(BN414), drugo pa usmerjeno na hodnik. Ker je ne zaznamo s prenosnikom, 
predpostavimo, da je LT3 pokrit s signalom. Nahaja se na hodniku, zraven hidranta na 
zidu, med vrati BN415 ter BN414/1. Zaznamo še točki iz petega in tretjega nadstropja. 
Ker je samo ena antena na hodniku, kjer smo opravili meritev, opazimo hitro upadanje 
jakosti ter manjšo pokritost. 
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Slika 6.18:  Opravljena pot za meritve in simulacijo v 4. nadstropju B stavbe 
 
Slika 6.19:  Trenutni položaj dostopnih točk v 4. nadstropju B stavbe 
Dostopne točke 
Ime: Cisco (#1) Zapiski:  
Radio on channel: 5 
Networks: 
Mac: 00:11:5c:d1:34:b1, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:34:b0, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:d1:34:b2, SSID: , Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski: postavljena v 5. Nadstropju 
Radio on channel: 3 
Networks: 
Mac: 00:11:5c:d1:34:01, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:34:02, SSID: , Technology: 802.11g 
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Mac: 00:11:5c:d1:34:00, SSID: FE-GUEST, Technology: 802.11g 
 
Ime: Cisco (#3) Zapiski: postavljena v 3. nadstropju 
Radio on channel: 12 
Networks: 
Mac: 00:11:5c:c7:1f:70, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c7:1f:71, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c7:1f:72, SSID: , Technology: 802.11g 
 
Tabela 6.6:  Opis dostopnih točk 4. nadstropja B stavbe 
 
Slika 6.20:  Meritve in simulacija jakosti signala Eduroam dostopnih točk  v 4. nadstropja B stavbe 
3. nadstropje 
Dostopna točka je skrita pod stropom, zraven vrat BN316A/1. Zaznamo še 
dostopno točko iz drugega nadstropja. Opazno je pomanjkanje pokritosti zahodnega 
dela stavbe. 
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Slika 6.21:  Opravljena pot za meritve in simulacijo v 3. nadstropju B stavbe 
 
Slika 6.22:  Trenutni položaj dostopnih točk v 3. nadstropju B stavbe 
Dostopne točke 
Ime: Cisco (#1) Zapiski: postavljena v 2. nadstropju 
Radio on channel: 13 
Networks: 
Mac: 00:11:5c:d1:35:22, SSID: , Technology: 802.11g 
Mac: 00:11:5c:d1:35:21, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:35:20, SSID: FE-GUEST, Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski:  
Radio on channel: 12 
Networks: 
Mac: 00:11:5c:c7:1f:70, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c7:1f:71, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c7:1f:72, SSID: , Technology: 802.11g 
 
Tabela 6.7:  Opis dostopnih točk 3. nadstropja B stavbe 
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Slika 6.23:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v 3. nadstropju B stavbe 
2. nadstropje 
Podobno kot v četrtem nadstropju, se dostopna točka nahaja zraven hidranta, 
nasproti kabinetu BN212, in ima eno anteno speljano v sosednjo sobo (BN214). 
Opazimo tudi vpliv dostopne točke iz tretjega nadstropja. Zahodni del stavbe ni pokrit 
s signalom. 
 
Slika 6.24:  Opravljena pot za meritve in simulacijo v 2. nadstropju B stavbe 
Slika 6.25:  Trenutni položaj dostopnih točk v 2. nadstropja B stavbe 
Dostopne točke 
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Ime: Cisco (#1) Zapiski:  
Radio on channel: 13 
Networks: 
Mac: 00:11:5c:d1:35:22, SSID: , Technology: 802.11g 
Mac: 00:11:5c:d1:35:21, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:35:20, SSID: FE-GUEST, Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski: postavljena v 3. nadstropju 
Radio on channel: 12 
Networks: 
Mac: 00:11:5c:c7:1f:70, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c7:1f:71, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c7:1f:72, SSID: , Technology: 802.11g 
 
Tabela 6.8:  Opis dostopnih točk 2. nadstropja B stavbe 
 
Slika 6.26:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v 2. nadstropju B stavbe 
1. nadstropje 
V prvem nadstropju imamo samo eno dostopno točko (na zidu med vrati BN108 
in BN109), vendar zaznamo kar precej drugih, ki imajo tudi velik vpliv na pokritost. 
Ker se v tem nadstropju nahajajo večinoma predavalnice, je bilo potrebno le malo 
dodatnega dela pri simuliranju pokritosti s signalom. Iz pritličja tako dobimo signal 
dveh dostopnih točk, iz drugega nadstropja pa ene dostopne točke. Opazimo skoraj 
zadovoljivo pokritost, vprašljiva je le skrajna zahodna predavalnica. Načrt se tukaj 
razlikuje od dejanskega stanja, saj je predavalnica P15 (BN106) sedaj razdeljena na 
polovico in je predavanju namenjen samo en del, kot je razvidno iz poti na sliki 6.27. 
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Slika 6.27:  Opravljena pot za meritve in simulacijo v 1. nadstropju B stavbe 
 
Slika 6.28:  Trenutni položaj dostopnih točk v 1. nadstropju B stavbe 
Dostopne točke 
Ime: Cisco (#1) Zapiski: postavljena v 2. nadstropju 
Radio on channel: 13 
Networks: 
Mac: 00:11:5c:d1:35:22, SSID: , Technology: 802.11g 
Mac: 00:11:5c:d1:35:21, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:35:20, SSID: FE-GUEST, Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski:  
Radio on channel: 5 
Networks: 
Mac: 00:11:5c:c7:2b:61, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c7:2b:60, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c7:2b:62, SSID: , Technology: 802.11g 
 
Ime: Cisco (#3) Zapiski: postavljena v pritličju 
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Radio on channel: 13 
Networks: 
Mac: 00:14:a9:9c:b1:a2, SSID: , Technology: 802.11g 
Mac: 00:14:a9:9c:b1:a0, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:14:a9:9c:b1:a1, SSID: eduroam, Technology: 802.11g 
 
Ime: Cisco (#3) Zapiski: postavljena v pritličju 
Radio on channel: 8 
Networks: 
Mac: 00:11:5c:c3:8b:d2, SSID: , Technology: 802.11g 
Mac: 00:11:5c:c3:8b:d0, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c3:8b:d1, SSID: eduroam, Technology: 802.11g 
 
Tabela 6.9:  Opis dostopnih točk 1. nadstropja B stavbe 
 
Slika 6.29:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v 1. nadstropju B stavbe 
6.1.3  Pritličje 
Pritličje je sestavljeno iz štirih predelov: pritličja stavb A, B, C in D. V pritličju 
stavbe A se nahajajo knjižnica, dekanat in administrativni prostori, v pritličju B 
predavalnice ter diplomski sobi in laboratorij, v pritličju stavbe C predavalnice in avla 
Fakultete, v pritličju stavbe D pa laboratoriji in multimedijska soba. Pri pritličju stavbe 
C je potrebno upoštevati, da so tukaj največje predavalnice, kar pomeni večje število 
študentov. Zaradi tega moramo poleg pokritosti prostora s signalom zagotoviti tudi, da 
se lahko vsi klienti povežejo na dostopno točko. Zato kljub zadostni pokritosti dodamo 
nove dostopne točke in s tem zagotovimo povišano hkratno število povezav. 
Pritličje A 
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Najvišji stropi in razpotegnjenost najbolje opišejo pritličje A. Dve dostopni točki 
sta premalo, saj se ena nahaja v vzhodnem delu stavbe, kjer je knjižnica (v tihi čitalnici 
AN007G, nad vrati AN007G/1), druga pa pri tajništvu dekanata (AN009A). Zaznali 
smo še točko iz pritličja C. 
 
Slika 6.30:  Opravljena pot za meritve in simulacijo v pritličju A stavbe 
 
Slika 6.31:  Trenutni položaj dostopnih točk v pritličju A 
Dostopne točke 
Ime: Cisco (#1) Zapiski:  
Radio on channel: 1 
Networks: 
Mac: 00:0f:f7:2d:fe:d0, SSID: eduroam, Technology: 802.11g 
Mac: 00:0f:f7:2d:fe:d1, SSID: , Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski:  
Radio on channel: 10 
Networks: 
Mac: 00:11:5c:c3:87:b1, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c3:87:b0, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c3:87:b2, SSID: , Technology: 802.11g 
 
Ime: Cisco (#3) Zapiski:  
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Radio on channel: 4 
Networks: 
Mac: 00:1e:4a:be:f3:81, SSID: eduroam, Technology: 802.11g 
Mac: 00:1e:4a:be:f3:80, SSID: FE-GUEST, Technology: 802.11g 
 
Tabela 6.10:  Opis dostopnih točk v pritličju A 
 
Slika 6.32:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v pritličju A 
Pritličje B 
Iz meritev je razvidno, da je pritličje B najbolje pokrito izmed vseh nadstropij. 
Za to skrbijo štiri dostopne točke. Dve točki se nahajata v predavalnicah (BN006 nad 
omaro za stikala in v BN003 skrita znotraj omare), ena pa je skrita na hodniku zraven 
sejne sobe (BN010). Dostopna točka v BN006 je bila dodana naknadno, ker ostali dve 
nista uspeli pokriti predavalnice z Eduroam signalom zaradi velike debeline sten in 
največje oddaljenosti od dostopnih točk. Zaznana je še bila dostopna točka iz 1. 
nadstropja. 
 
Slika 6.33:  Opravljena pot za meritve in simulacijo v pritličju B stavbe 
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Slika 6.34:  Trenutni položaj dostopnih točk v pritličju B 
Dostopne točke 
Ime: Cisco (#1) Zapiski: postavljena v 1. nadstropju 
Radio on channel: 5 
Networks: 
Mac: 00:11:5c:c7:2b:61, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c7:2b:60, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c7:2b:62, SSID: , Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski:  
Radio on channel: 13 
Networks: 
Mac: 00:14:a9:9c:b1:a0, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:14:a9:9c:b1:a2, SSID: , Technology: 802.11g 
Mac: 00:14:a9:9c:b1:a1, SSID: eduroam, Technology: 802.11g 
 
Ime: Cisco (#3) Zapiski:  
Radio on channel: 3 
Networks: 
Mac: 00:1e:13:c6:02:90, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:1e:13:c6:02:92, SSID: , Technology: 802.11g 
Mac: 00:1e:13:c6:02:91, SSID: eduroam, Technology: 802.11g 
 
Ime: Cisco (#4) Zapiski: 
Radio on channel: 8 
Networks: 
Mac: 00:11:5c:c3:8b:d0, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:c3:8b:d2, SSID: , Technology: 802.11g 
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Mac: 00:11:5c:c3:8b:d1, SSID: eduroam, Technology: 802.11g 
 
Tabela 6.11:  Opis dostopnih točk v pritličju B 
 
Slika 6.35:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v pritličju B 
Pritličje C 
Največje predavalnice in največje število študentov se nahajajo ravno v tem 
prostoru. Zato so tri dostopne točke (običajno štiri, vendar v času meritev ena ni 
delovala) premalo. Ena dostopna točka se nahaja v prvem nadstropju C stavbe 
(CR109/1, PR oddelek). Ker je nadstropje majhno, tam nismo opravili meritev, njen 
primarni cilj pa je pokritost desne strani predavalnice 1 (CN006). Za predavalnico 1, 
v restavraciji fakultete (CN005B), med separeji, se nahaja druga točka. Tretja je nad 
recepcijo (AN003). Zaradi nedelujoče četrte točke je bila opazna slaba pokritost 
predavalnice 2 (CN003). 
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Slika 6.36:  Opravljena pot za meritve in simulacijo v pritličju C stavbe 
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Slika 6.37:  Trenutni položaj dostopnih točk v pritličju C 
Dostopne točke 
Ime: Cisco (#1) Zapiski:  
Radio on channel: 13 
Networks: 
Mac: 00:11:5c:d1:35:30, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:11:5c:d1:35:31, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:d1:35:32, SSID: , Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski:  
Radio on channel: 3 
Networks: 
Mac: 00:11:5c:d1:42:c1, SSID: eduroam, Technology: 802.11g 
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Mac: 00:11:5c:d1:42:c2, SSID: , Technology: 802.11g 
Mac: 00:11:5c:d1:42:c0, SSID: FE-GUEST, Technology: 802.11g 
 
Ime: Cisco (#3) Zapiski:  
Radio on channel: 1 
Networks: 
Mac: 00:0f:f7:2d:fe:d1, SSID: , Technology: 802.11g 
Mac: 00:0f:f7:2d:fe:d0, SSID: eduroam, Technology: 802.11g 
 
Tabela 6.12:  Opis dostopnih točk v pritličju C 
 
Slika 6.38:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v pritličju C 
Pritličje D 
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Za pokritost tega dela pritličja skrbita dve dostopni točki, ena na hodniku 
nasproti vratom DN010A/1, druga pa v multimedijski dvorani DN006A, takoj za vrati. 
Vidimo, da je, razen laboratorijev v vzhodnem delu, pokritost zadovoljiva. Ker smo 
za ta del uporabili manj natančno simulacijo, je program ni znal vključiti v poročilo in 
smo dobljen rezultat izvozili v obliki slike. Na njej opazimo označene zidove, kjer 
vsaka barva pomeni različno slabljenje. Na podlagi slabljenj potem program izriše 
predvideno jakost signala. 
 
Slika 6.39:  Opravljena pot za meritve in simulacijo v pritličju D stavbe 
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Slika 6.40:  Trenutni položaj dostopnih točk v pritličju D 
Dostopne točke 
Ime: Cisco (#1) Zapiski:  
Radio on channel: 7 
Networks: 
Mac: 00:11:5c:c7:21:22, SSID: , Technology: 802.11g 
Mac: 00:11:5c:c7:21:21, SSID: eduroam, Technology: 802.11g 
Mac: 00:11:5c:c7:21:20, SSID: FE-GUEST, Technology: 802.11g 
 
Ime: Cisco (#2) Zapiski:  
Radio on channel: 13 
Networks: 
Mac: 00:3a:98:ca:32:10, SSID: FE-GUEST, Technology: 802.11g 
Mac: 00:3a:98:ca:32:11, SSID: eduroam, Technology: 802.11g 
 
Tabela 6.13:  Opis dostopnih točk v pritličju D 
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Slika 6.41:  Meritve in simulacija jakosti signala Eduroam dostopnih točk v pritličju D 
6.2  Predlog novih pozicij za dostopne točke 
Dodajanje novih dostopnih točk je nastajalo skupaj z meritvami trenutnega 
stanja, saj smo tako lahko najbolje opazovali njihov vpliv. Izkazalo se je, da za 
zadovoljivo pokritost A stavbe potrebujemo tri do štiri dostopne točke na nadstropje, 
za B stavbo pa dve do tri. Omejitev glede pozicije novih dostopnih točk nismo imeli, 
zato smo jih lahko poljubno nastavljali in skušali doseči najbolj optimalno rešitev. Še 
vedno pa moramo upoštevati, da so rezultati, ki jih program izriše, le simulacije in tako 
približki realnemu stanju. Na slikah so nove dostopne točke označene s prekinjeno 
krožnico. 
6.2.1  Stavba A 
Zaradi svoje velikosti bi za pokritost nadstropij stavbe A potrebovali tri do štiri 
dostopne točke, razporejene čez nadstropje. Ker se vpliv pozna tudi v nadstropja nižje, 
bi bilo potrebno poskrbeti, da se kanali dostopnih točk ne mešajo med seboj. To 
dosežemo tako, da se dostopne točke nahajajo na kanalih, ki so med seboj najbolj 
oddaljeni. V primeru treh dostopnih točk so to kanali ena šest in enajst. 
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4. nadstropje 
V četrtem nadstropju bi potrebovali samo eno novo dostopno točko, ki bi pokrila 
novo predavalnico P10 (vhod skozi vrata AN403A/1). Ostali prostori so namenjeni 
zunanjim podjetjem in nimajo dostopa do Eduroam omrežja.  
 
 
Slika 6.42:  Lokacija novih dostopnih točk in simulacija jakosti signala v 4. nadstropju A stavbe 
3. nadstropje 
Za zadovoljivo pokritost tretjega nadstropja bi potrebovali eno dodatno točko v 
vzhodnem predelu stavbe. Za optimalno pa bi morali trenutno dostopno točko 
premakniti bolj proti vratom AN302A/1 in dodati še eno točko na sredino med obema. 
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Slika 6.43:  Lokacija novih dostopnih točk in simulacija jakosti signala v 3. nadstropju A stavbe 
2. nadstropje 
Težava drugega nadstropja so omare, napolnjene z razstavnimi eksponati. 
Sredinska dostopna točka ima zato zmanjšan doseg. Tudi vpliv točk iz tretjega in 
prvega nadstropja je premalo za minimalno pokritost. Potrebujemo vsaj še dve točki, 
eno na vzhodnem in drugo na zahodnem delu. Ker se v laboratoriju LT4 (AN203) že 
nahaja dostopna točka, ki pa v času meritev ni delovala, smo izvedli dve simulaciji – 
eno , kjer simuliramo že postavljen scenarij, in drugo, kjer poskusimo postaviti točko 
optimalno. 
 
 
Slika 6.44:  Lokacija novih dostopnih točk in simulacija jakosti signala v 2. nadstropju A stavbe 
1. nadstropje 
Ponovno imamo povsem nepokrit vzhodni del, zato postavimo dodatno dostopno 
točko v ta predel. Kot je razvidno iz slike, nam to vseeno ne zagotavlja optimalne 
pokritosti in potrebujemo še sredinsko dostopno točko. 
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Slika 6.45:  Lokacija novih dostopnih točk in simulacija jakosti signala v 1. nadstropju A stavbe 
6.2.2  Stavba B 
Po površini je manjša od stavbe A. Stavba B potrebuje po dve dostopni točki na 
nadstropje za optimalno pokritost. Glavno motnjo nam predstavlja jašek za dvigala, 
vendar se na srečo za njim nahaja stopnišče, kjer pokritost s signalom ni tako 
pomembna. 
5. nadstropje 
Že postavljena dostopna točka zadovoljivo pokriva zahodni del, potrebujemo pa 
še eno dostopno točko za vzhodni del. Izkaže se, da je optimalna pozicija zraven vrat 
BN506. S tem dosežemo celotno pokritost nadstropja. 
 
82 6  Predlog rešitve nadgradnje omrežja na Fakulteti za elektrotehniko 
 
 
Slika 6.46:  Lokacija novih dostopnih točk in simulacija jakosti signala v 5. nadstropju B stavbe 
4. nadstropje 
Ker je tukaj ena antena speljana v laboratorij LT3 (BN414), moramo to 
upoštevati pri načrtovanju in rezultate simulacije obravnavati drugače, saj nam pri 
meritvah LT 3 ni uspelo pokriti. Pokritost zahodnega dela zato štejemo kot zadovoljivo 
in se osredotočimo na vzhodni del. Dodati moramo dostopno točko tako, da nam uspe 
pokriti laboratorij LNIV (BN404) in kabinet BN402. Ena izmed bolj ugodnih pozicij 
bi bila postavitev dostopne točke nasproti dvigalom, med kabineta BN406 in BN405. 
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Slika 6.47:  Lokacija novih dostopnih točk in simulacija jakosti signala v 4. nadstropju B stavbe 
3. nadstropje 
Trenutna dostopna točka in vpliv dostopne točke iz drugega nadstropja so 
premalo za zadovoljivo pokritost. Tudi lokacija točke v tretjem nadstropju ni 
optimalno postavljena, saj ne pokrije celotnega zahodnega dela stavbe. Tukaj bi 
potrebovali dodatno dostopno točko v vzhodnem delu (lahko na isti vertikalni poziciji, 
kot je v četrtem nadstropju) in premakniti že obstoječo dostopno točko med vrata 
kabinetov BN306 in BN305. 
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Slika 6.48:  Lokacija novih dostopnih točk in simulacija jakosti signala v 3. nadstropju B stavbe 
2. nadstropje 
Ena antena dostopne točke se nahaja v laboratoriju BN214, sama dostopna točka 
pa na isti vertikalni lokaciji kot dostopna točka četrtega nadstropja. Zato je vzhodni 
del stavbe nepokrit. Lokacija nove točke je tako lahko ponovno na isti vertikali kot v 
četrtem nadstropju, lahko pa jo tudi premaknemo še bolj vzhodno, saj sta drugi 
nadstropji A in B stavbe povezani in tako pokrijemo še prehod. V tem primeru nam 
pomaga tudi vpliv dostopne točke iz tretjega nadstropja. V primeru, da dostopno točko 
iz tretjega nadstropja premaknemo, bi bila lokacija med kabinetoma BN206 in BN205 
bolj primerna. 
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Slika 6.49:  Lokacija novih dostopnih točk in simulacija jakosti signala v 2. nadstropju B stavbe 
1. nadstropje 
Obstoječa postavitev točk je relativno dobra. Pozna se vpliv iz drugega 
nadstropja. Kljub temu bi bilo za optimizacijo potrebno premakniti trenutno dostopno 
točko bolj proti vzhodu in dodati novo na zahodnem predelu, da zagotovimo optimalno 
pokritost predavalnice P15 (BN106). 
 
Slika 6.50:  Simulacija pokritosti 1. nadstropja B stavbe 
6.2.3  Pritličje 
Pokritost pritličja z Eduroam signalom niha. Na določenih lokacijah je pokritost 
s signalom optimalna, na drugih pa zelo pomanjkljiva. Pritličje je izpostavljeno 
največjemu številu študentov, kar poveča potrebo po možnih povezavah. Načeloma pa 
velja, da lahko uporabimo enake metode kot za prejšnja nadstropja, torej tri dostopne 
točke za pritličje A stavbe ter dve dostopni točki za pritličje B stavbe. D in C 
obravnavamo posebej. 
Pritličje A 
Že obstoječi točki v dekanatu in čitalnici sta premalo, da bi zadovoljivo pokrili 
celotni prostor. Optimalna postavitev zahteva še tri dodatne točke. Prvo bi postavili 
zraven vrat AN014A/1, s katero bi pokrili hodnik do B stavbe in skrajni zahodni del. 
Drugo bi dodali k vratom AN012A/1, s čimer bi pokrili del avle in bližnje pisarne. 
Zadnjo bi postavili med dekanatom in čitalnico. Na simulaciji manjka ena dostopna 
točka, to pa zato, ker je poteklo petnajst minut od postavitve prve in se opcija za 
dodajanje novih dostopnih točk zaklene. 
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Slika 6.51:  Lokacija novih dostopnih točk in simulacija jakosti signala v pritličju A stavbe 
Pritličje B 
Za pokritost pritličja B stavbe zagotavljajo tri dostopne točke. To je najbolje 
pokrito območje z Eduroam signalom. Potrebe po novih dostopnih točkah ni. 
Pritličje C 
Pri dodajanju novih točk upoštevamo, da poleg pokritosti potrebujemo zadostno 
število povezav, saj pritličje C dnevno gosti največje število študentov. Zato dodamo 
več dostopnih točk. Da se med seboj ne motijo, poskrbimo s pravilnim načrtovanjem 
izbire kanalov. Predavalnici 1 (CN006) dodamo še eno dostopno točko ob prosti strani, 
prav tako potrebujemo dodatno med vrati CN001 in CN002, da pokrijemo 
predavalnico 2 (CN003). Po potrebi lahko dodamo še eno dostopno točko pred 
predavalnico 1. V simulaciji smo uporabili samo eno dodatno točko, saj z njo že 
zagotovimo zadovoljivo pokritost s signalom. Da zagotovimo višje hitrosti, lahko 
uporabimo 5 GHz dostopno točko. 
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Slika 6.52:  Lokacija novih dostopnih točk in simulacija jakosti signala v pritličju C stavbe 
Pritličje D 
Dve dostopni točki sta premalo, zato potrebujemo še eno, da pokrijemo 
laboratorije in pisarne v vzhodnem delu pritličja. Ker se tukaj nahaja multimedijska 
predavalnica, bi bilo smiselno dodati še eno točko znotraj LRT2 laboratorija, da bi 
zmanjšali število klientov na posamezni dostopni točki. Zaradi poti meritve in 
postavitve prostorov smo za simulacijo izbrali manj natančen način. Ker se pri izvozu 
s poročilom naša izbira ni poznala (načrt je bil le delno prekrit s signalom), smo za ta 
del morali izvoziti trenutno stanje v programu. Zato so na sliki vidne postavitve zidov. 
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Slika 6.53:  Lokacija novih dostopnih točk in simulacija jakosti signala v pritličju D stavbe 
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6.3  Testiranje simulacije 
Da bi se prepričali v pravilno postavitev zidov v programu, je smiselno, da 
opravimo še realni test. Izbrali smo si dve nadstropji in sicer 2. nadstropje A in B 
stavbe. Postavili smo realne dostopne točke in izmerili jakost signala. Izkazalo se je, 
da smo pri stavbi B pretiravali, ko smo dodali 30dB slabljenje okoli dvigala. 
Nadstropje A pa nima večjih odmikov. Uporabili smo naslednje Cisco dostopne točke: 
modela AIR-AP1200 z AIR-MP20B Wi-Fi modulom in AIR-CAP2602I-E-K9. Ker 
pri testiranju nismo uporabili nič namenskega načrtovanja (dodajanja slabljenja v načrt 
na lokacijo zidov), moramo upoštevati samo rezultate, ki jih dobimo tam, kjer smo se 
sprehodili s prenosnikom. Zato smo primerjali signale simulacije in testiranja le tam, 
kjer so se ujemali z opravljeno potjo meritev. 
Dostopni točki v 2. nadstropju A stavbe smo postavili glede na sliko 6.47. 
Primerjava je vidna na spodnji sliki. Opazimo, da nam dostopna točka v laboratoriju 
LT4 malo bolje pokrije severni del stavbe, kot smo predvidevali, vendar slabše južni 
del. Druga dostopna točka, dodana na vzhodni strani, prav tako zadovoljivo pokrije 
severni del, vendar lahko iz jakosti signala opazimo, da bo skrajni jugovzhodni del 
ostal nepokrit. 
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Slika 6.54:  Primerjava simulacije in izmerjena jakost signala v 2. nadstropju A stavbe ter pot, 
opravljena pri meritvi jakosti signala 
V 2. nadstropju B stavbe smo dodali samo eno novo dostopno točko (Cisco 
AP1200). Opazili smo, da smo pri dvigalih uporabili premočno slabljenje, saj signal 
zaznamo tudi na stopnišču za dvigali. Meritev na zahodnem in skrajno severnem delu 
ne upoštevamo, ker nam jih zaradi omejenega dostopa do laboratorijev ni uspelo 
opraviti. 
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Slika 6.55:  Primerjava simulacije in izmerjena jakost signala v 2. nadstropju B stavbe ter pot, 
opravljena pri meritvi jakosti signala 
Po opravljenih meritvah in simulacijah lahko izpostavimo nekaj problemov, ki 
so se pojavili tekom magistrskega dela. Najboljše meritve dobimo, v kolikor nam uspe 
pomeriti čim več prostorov. Ker pa je dostop do večine laboratorijev omejen (potrebna 
prijava s kartico, zvonec) in imamo na voljo samo petnajst  minut tako za meritve kot 
za simulacijo (programska omejitev), se večja  nadstropja težje pravilno pomeri in se 
bolj zanašamo na simulacijo. Ta pa zaradi prisotnih motenj (pohištvo, razni 
inštrumenti, prisotnost drugih signalov) ni vedno najboljši pokazatelj realne pokritosti 
s signalom. Zato je potrebno simulacijo jemati zgolj kot napotek in ne kot dejanski 
prikaz realnega stanja. Preglede in napotke smo podrobneje opisali v poglavju 6.4. 
6.4  Pregled predlogov 
Vse nove dostopne točke bi bilo smiselno namestiti pod strop ali vsaj čim višje 
na zid. Prav tako se priporoča uporaba dostopnih točk, ki podpirajo standard IEEE 
802.11ac, da lahko sprejmejo več klientov in se tako bolj razbremeni že obstoječe 
dostopne točke. Take dostopne točke bi potrebovali predvsem v pritličju stavbe C 
(avla) in pritličju stavbe D (multimedijska dvorana). 
Trenutne dostopne točke oddajajo dva vidna in en skriti SSID, kar bi uporabili 
tudi v nadgradnji. En vidni SSID je za zunanje obiskovalce (FE-GUEST), drugi pa za 
Eduroam omrežje. Pri dodajanju novih točk na 5 GHz frekvenčnem pasu, bi bilo 
najbolje uporabiti enako SSID poimenovanje. 
Za hitrejši pregled so v tabeli 6.14 zbrana števila trenutnih in predlaganih 
dostopnih točk. 
Lokacija Število 
trenutnih 
dostopnih 
točk 
Število 
novih 
predlaganih 
Predlog 
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dostopnih 
točk 
4. nadstropje A stavbe 1 1 Dodana nova dostopna 
točka, optimizacija kanalov 
3. nadstropje A stavbe 1 2 Dodani dve novi dostopni 
točki, premik trenutne 
dostopne točke, optimizacija 
kanalov 
2. nadstropje A stavbe 1 2 Dodani dve novi dostopni 
točki, premik trenutne 
dostopne točke, optimizacija 
kanalov 
1. nadstropje A stavbe 1 2 Dodani dve novi dostopni 
točki, optimizacija kanalov 
5. nadstropje B stavbe 1 1 Dodana nova dostopna 
točka, optimizacija kanalov 
4. nadstropje B stavbe 1 1 Dodana nova dostopna 
točka, optimizacija kanalov 
3. nadstropje B stavbe 1 1 Dodana nova dostopna 
točka, premik trenutne 
dostopne točke, optimizacija 
kanalov 
2. nadstropje B stavbe 1 1 Dodana nova dostopna 
točka, optimizacija kanalov 
1. nadstropje B stavbe 1 1 Dodana nova dostopna 
točka, premik trenutne 
dostopne točke, optimizacija 
kanalov 
Pritličje A stavbe 2 3 Dodane tri nove dostopne 
točke, optimizacija kanalov 
Pritličje B stavbe 3 0 / 
Pritličje C stavbe 3 3 Dodane tri dostopne točke, 
optimizacija kanalov 
Pritličje D stavbe 2 2 Dodani dve dostopni točki, 
optimizacija kanalov 
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SKUPNO 19 19 Dodajanje novih dostopnih 
točk, optimizacija kanalov, 
premik obstoječih dostopnih 
točk 
Tabela 6.14:  Tabela predlogov 
Za nadgradnjo bi torej potrebovali 19 dodatnih dostopnih točk. Čeprav smo 
meritve in predlog pripravili za 2,4 GHz frekvenčni pas, priporočamo, da nove 
dostopne točke podpirajo tudi standard IEEE 802.11ac, ker bomo tako zagotovili 
nadgradnjo, ki bo bolj dolgoročna. 
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7  Zaključek 
Postavitev Wi-Fi omrežij je v zadnjih letih v skokovitem porastu. Zaradi tega je 
še toliko bolj pomembno, da pravilno opravimo vse korake pred namestitvijo 
dostopnih točk. Podatki o trenutnem stanju in poznavanje pogojev za širjenje omrežja 
(ali postavitev na novo) nam olajšajo načrtovanje. Razni simulatorji nam olajšajo 
izbiro lokacij za postavitev novih dostopnih točk. Na primeru Fakultete za 
elektrotehniko je razvidno, da je za minimalno pokritost potrebno dodati še kar nekaj 
dostopnih točk. Tekom meritev pa se je pokazal še en večji problem. Vsak laboratorij 
(skoraj vsaka soba) ima svojo dostopno točko, ki oddaja signal na 2,4 GHz 
frekvenčnem pasu. Ker trenutno Eduroam omrežje na Fakulteti za elektrotehniko prav 
tako uporablja 2,4 GHz frekvenčni pas, imamo ogromno interference. S pravilno 
razporeditvijo kanalov bi lahko nekoliko omejili interferenco, vendar smo tekom 
meritev opazili, da je količina dostopnih točk na 2,4 GHz frekvenčnem pasu prevelika 
in bi zmanjšanje interference težko dosegli. Možna rešitev bi bila, da se vse dostopne 
točke laboratorijev ukine, ali pa se signal oddajanja premakne na 5 GHz in tako sprosti 
2,4 GHz frekvenčni pas. Druga možnost je, da nove dostopne točke podpirajo standard 
IEEE 802.11ac in tako vsaj delno zagotovimo prosto frekvenčno področje za 
komunikacijo. S časom bi lahko zamenjali starejše dostopne točke in tako v celoti 
prešli na 5 GHz frekvenčni pas. Problem interference je prisoten v višjih nadstropjih, 
kjer načeloma ni predavalnic, tako da študentje tega problema ne zaznajo, razen v času 
vaj. Za optimalno pokritost s signalom bi bilo morda v nekaterih nadstropjih potrebno 
dodati še kakšno dostopno točko več, četudi bi se signali med seboj zato bolj prekrivali. 
Načrtovanje Wi-Fi omrežja je postal kompleksen proces z veliko 
spremenljivkami. Za optimalno brezžično omrežje je tako potrebna skrbna priprava, 
pozorno načrtovanje in pazljiva implementacija, saj se lahko vsaka napaka kasneje 
odraža na slabi pokritosti s signalom, premajhni prepustnosti omrežja ali v najslabšem 
primeru, nedelovanju omrežja. 
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