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Problem/Bakgrund: 
Det moderna informationssamhället präglas av informationsteknik, som skapar nya 
möjligheter för kommunikation mellan människor globalt. Nya mötesplatser, sociala medier 
på internet har utvecklats med hjälp av informationstekniken. Problemet, som essän utgår 
från, är hur man kan förstå tilliten i informationssamhället mot bakgrund av massmedial 
rapportering om IT-brott och hot mot privatlivet.  
 
 
Syfte: 
Syftet med denna uppsats, som är teoretisk och delvis i essäform, är att med utgångspunkt 
från sociologisk teori och samhällskritisk litteratur besvara frågeställningen:  – Hur kan olika 
teorier om tillit bidra till att förstå dagens IT-samhälle? 
 
 
Slutsatser/Resultat: 
Jag drar slutsatsen, att i det senmoderna samhället och i samband med människornas 
användning av sociala medier, möjliggörs anpassning av såväl tillit som identitet till 
förutsättningar som gäller i sådana sociala sammanhang på internet. Det är i denna anpassning 
av tilliten och även av identiteten man kan finna förklaring till tilliten till IT och sociala 
medier. Jag drar slutsatsen, att med vad jag metaforiskt benämner som flytande identitet och 
flytande tillit på internet riskerar ens identitet och tillit till individer och system att komma att 
gälla även i det sociala umgänget i vardagslivet i den reella världen. Jag antar därför, att moral 
och värderingar riskerar att urholkas därför att samtalet på sociala medier, dvs. val av ord och 
uttryck används även utanför den digitala världen.  
 
 
Nyckelord: 
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1. Inledning 
 
1.1 Bakgrund och val av ämne 
Tilliten, förtroendet, kan förstås som en fundamental förutsättning för såväl mänskligt liv som 
för ett fungerande samhälle. Ibland, kanske oftast, väljer vi frivilligt att ha tillit till andra 
människor, system och institutioner som vi kommer i kontakt med i vardagslivet, tillvaron blir 
enklast för oss då. Men, i andra fall kan vi uppleva att vi inte har något annat val; vi tvingas 
att välja tilliten för att vardagen skall fungera. Med min uppsats i essäform vill jag försöka 
undersöka begreppet tillit och då närmare söka svar på frågor om tilliten  i IT-samhället. Vi 
människor i det moderna förutsätts förstå, behärska och välja modern teknik för privata och 
professionella sysslor. Oavsett teknikval, om vi använder oss av en pc eller smarta telefoner, 
tycks det vara självklart numer att sköta bankärenden, köp av varor och tjänster, kontakter 
med myndigheter och organisationer via internet. Informationssökning och e-post är 
självklarheter på webben. Umgänget med andra bedrivs gärna i sociala medier på internet. 
Liksom tilliten är en grundläggande förutsättning för individ och samhälle att fungera, kan 
man anta att globaliseringen förutsätter allt effektivare kommunikations- och informations-
teknik. Enligt tillgänglig statistik för år 2012 (. SE Stiftelsen för Internetinfrastruktur) 
använder halva Sveriges befolkning över 12 års ålder Facebook. Det privata används inte 
enbart för att kommunicera med andra utan tycks också ibland kunna handla om att skapa sig, 
och uttrycka sig, genom en annan identitet än den egentliga för att urskilja sig från mängden 
och skaffa nya vänner i sociala kretsar. Det kan verka nästan omöjligt att veta vem man 
kommunicerar med, men också vem eller vilka som kanske uppsnappar information om andra 
människor eller organisationer och som kan använda denna för okända ändamål. Med 
globaliseringen och teknikutvecklingen följer nya säkerhetshot och risker, kriminaliteten 
erbjuds nya vägar. Stöld av personers identitet och av kreditkorts- och kontouppgifter används 
i bedrägerier. Under senare tid handlar samhällsdebatten om så kallat näthat, med vilket 
menas kränkningar, personangrepp, på internet. En del hävdar i debatten att ny lagstiftning 
krävs mot näthatet, då befintlig lagstiftning om förtal inte anses räcka till för den här typen av 
brott. Men, menar andra, att med skärpt lagstiftning kan det fria ordet i stället hotas. Allt detta 
till trots använder vi och gör oss beroende av IT för allt fler ändamål i det privata och 
professionella livet. Arbetssökande bör vara medvetna om, att bloggar och sociala nätverk 
uppmärksammas av arbetsgivare numer. Vart tredje företag kontrollerar sina arbetssökande på 
Facebook och 21 procent kontrollerar de arbetssökandes bloggar (Stockholms Handels-
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kammare, 2011). Ämnesvalet om tillit till IT förutsätter en mängd avgränsningar för att bli 
hanterbart. Undersökningen utgår från hur människor använder sig av IT och huruvida ett 
urval av sociologiska teorier om människan i det senmoderna kan förklara hur tillit i 
informationssamhället är möjligt. 
 
1.2 Undersökningens syfte och mål 
Undersökningen utgår från mina intryck av aktuell massmedierapportering och samhälls-
debatt, att IT i allmänhet och sociala medier i synnerhet skulle få näthat, kriminalitet och 
övervakning att grassera. Om en sådan slutsats av informationsteknikens konsekvenser skulle 
vara korrekt, frågar jag mig hur kan man kan förklara att människorna ändå väljer att använda 
sig av tekniken för vardagliga sysslor och för socialt umgänge. Det är ur detta kritiska 
perspektiv jag vill genomföra undersökningen. Syftet med min kvalitativa studie är att  
undersöka om man utifrån ett urval av modern sociologisk teori och samhällskritisk litteratur 
det är möjligt  att förstå tilliten i IT-samhället. Undersökningens mål är att besvara 
frågeställningen.  
 
1.3 Avgränsningar 
I uppsatsen redogör jag inte för vilka olika typer av sociala medier som erbjuds på internet 
och heller inte vare sig bakgrunden till eller utbredningen av internet eller sociala medier. 
Informationsteknik omnämns rikligt i uppsatsen, men mer än vad som definieras utvecklas 
inte i uppsatsen, alltså inte dess historik, tekniska konstruktion eller funktionella 
förutsättningar omfattas inte av uppsatsen. IT-samhället, likaså, definieras i uppsatsen och 
omnämns i olika sammanhang, men omfattas inte vidare i uppsatsen avseende dess historia 
eller utveckling. 
 
1.4 Personligt förhållande till fenomenet 
Fenomenet, tillit till IT, intresserar mig därför att jag har förundrats över rapporter i 
massmediernas nyhetsflöde om att människor, som har publicerat privata uppgifter och bilder 
om sig själva och närstående i olika sociala medier, tycks bli överraskade då andra personer 
använder informationen i kriminella syften, exempelvis för bedrägerier eller nätmobbning. 
Personligen använder jag mig inte av sociala medier på internet, men är en relativt flitig 
användare av internet för informationssökning, kommunikation via e-post och i andra typer av 
vardagliga sammanhang, som exempelvis för banktjänster, beställningar och bokningar av 
resor och köp av varor. Min förförståelse av fenomenet som jag avser undersöka skulle kunna 
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rymma uppfattningar baserade på egna eller närståendes erfarenheter och därmed skulle ett 
kritiskt förhållningssätt till analys av fenomenet riskeras eller förhindras. Avsikten är 
emellertid, att inte använda mig av sådana erfarenheter vare sig i problematiseringen eller i 
analys och diskussion. Min ambition är att distansera mig från det vetenskapliga objektet 
”tillit till IT”. Mitt personliga förhållande till det är enbart av samhällsintresse och att ur 
sociologiskt och teoretiskt perspektiv analysera och beskriva ett fenomen. Jag representerar 
varken något politiskt parti eller någon intresseorganisation. 
 
1.5 Disposition 
Uppsatsen indelas kapitelvis där kapitel 2. omfattas av problemformulering och 
frågeställning, val av metod och teori samt definitioner. Kapitel 3. omfattar 
litteraturanknytning med valda teorier, som utgör uppsatsens teoretiska ram. Kapitel 4. 
omfattas av analys och diskussion där jag använder mig av den teoretiska ramen för att närma 
mig problemformuleringen utifrån ovan ställda underfrågor. Under kapitel 5. presenteras mina 
slutsatser med svar på frågeställningen samt i kapitel 6. sammanfattas undersökningen och 
mina slutsatser. En källförteckning följer därefter. 
 
 
2. Problem, frågor och metod 
 
2.1 Problemformulering och frågeställning 
Min problemformulering är:  
– Är det möjligt att förstå tilliten i informationssamhället, trots massmedias rapportering om 
IT-brott och hot mot privatlivet relaterat till informationstekniken, utifrån modern sociologisk 
teori och samhällskritisk litteratur? 
 
Min frågeställning som jag vill besvara är: 
– Hur kan olika teorier om tillit bidra till att förstå dagens IT-samhälle? 
 
2.2 Metod- och teorival 
Jag har valt att använda mig av kvalitativ metod och en teoretisk inriktning på 
undersökningen för att söka svar på min frågeställning. Min uppsats i delvis essäform är 
teoretisk och baserad på litteraturstudier med utgångspunkt i sociologisk teori och 
samhällskritisk litteratur, dvs. metodvalet omfattar ingen empirisk datainsamling. Jag har 
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försökt att analysera det teoretiska materialet utifrån problematiseringen av fenomenet ”tillit i 
informationssamhället”.   - Varför då välja litteraturstudier och inte, exempelvis, 
enkätundersökning om tilliten? Min prioritering för att närma mig mitt ämnesval har varit, att 
få ett relativt brett perspektiv på fenomenet, att söka finna bakomliggande och övergripande 
förklaringar i det senmoderna samhället till tilliten till IT och IT-samhället och då särskilt till 
sociala medier på internet. Med ett relativt brett perspektiv menar jag att avsikten är att 
inledningsvis söka svar på några ”underfrågor” till problemformuleringen för att kunna  
närma mig frågeställningen och därefter besvara den. Underfrågorna jag vill söka svar på är: 
- Hur har separeringen av tids- och rumsdimensionerna skapat förutsättningar för nya typer av 
sociala relationer? 
- Hur påverkar sociala mediers anonymitet individens ansvar för den andre? 
- Hur påverkar osynlig internetövervakning människors användning av internet? 
 
Sociologisk teori och samhällskritisk litteratur har använts i arbetet, men också bidrag från 
andra källor förekommer i uppsatsen för att undersöka olika aspekter på tilliten till IT. 
Litteraturanknytning och teorival har utgått från ambitionen att undersöka ett problem som 
uttrycks i problemformuleringen och frågeställningen. För att hantera ett i mitt tycke tämligen 
brett perspektiv på tillit i informationssamhället har jag, som nämnts ovan, sökt metodiskt gå 
via ett antal ”underfrågor” och att söka svar på dessa för att därefter närma mig 
frågeställningen. Således har även underfrågorna fått påverka valet av litteratur och teori. 
”Tillit” verkar intressera författare och forskare inom skilda vetenskapliga områden, kanske 
främst bland sociologer och statsvetare, men också inom områdena ekonomi, psykologi och 
religionsvetenskap finns intresse för tilliten. I Sverige genomförs regelbundna 
enkätundersökningar om tillit av Institutet Samhälle, Opinion, Massmedia vid Göteborgs 
universitet, SOM-institutet. Om tillitsforskningen i de nordiska länderna har Julia Grosse 
(Grosse, 2007 ) beskrivit i rapporten ”Nordisk tillitsforskning. En kartläggning och värdering 
av det vetenskapliga läget”. Grosse behandlar där modern tillitsforskning inom olika 
vetenskapsområden och hon menar, att det tycks ha utvecklats ”ett starkt förnyat intresse för 
tilliten i början av 2000-talet, samtidigt som det getts ut ett flertal skrifter av signifikant 
betydelse i början av 1990-talet” (Grosse, 2007, s. 55) och detta intresse, antar hon, kan 
kanske förstås i en allmän riskmedvetenhet i vårt moderna samhälle och som följd av detta 
behovet av trygghet. Tillitsintresset inom den vetenskapliga forskningen kan också, menar 
Grosse, förstås i ”samhällets intresse för teknisk progression, där precision och kompensering 
för mänsklig felbarhet står i fokus, förskjuts till det mänskliga eller till ’mjuka’ värden. Det är 
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helt enkelt mera klädsamt att tala om abstrakta positivt laddade fenomen än om 
standardiserade mekanismer för att hantera människan i samhället” (ibid.). Möjligen är det här 
mitt intresse för tilliten kommer in i bilden, om människors tillit till informationsteknik och 
sociala medier. En aktuell avhandling om tillit, som har intresserat mig och som jag också 
refererar till i det teoretiska avsnittet, är Julia Grosses avhandling från år 2012 vid Stockholms 
universitet, ”Kommer tid kommer tillit? Unga vuxnas och medelålders erfarenheter ”, där hon 
undersöker hur tilliten ter sig för människor i olika åldersgrupper.  
 
2.3 Definitioner 
Följande begrepp används i uppsatsen och definieras enligt nedan. 
• Informationsteknik, IT  
Samlingsbegrepp för de tekniska möjligheter som skapats genom framsteg inom datorteknik 
och telekommunikation (Nationalencyklopedin). 
• Informationssamhälle 
”Ett samhälle som inte längre primärt är baserat på produktion av varor utan mer på 
produktion av kunskap” (Giddens, 2003, s. 557). 
• Sociala medier 
Samlingsnamn på kommunikationskanaler som tillåter användare att kommunicera direkt med 
varandra genom exempelvis text, bild eller ljud (Nationalencyklopedin).  
• Tillit 
”Förtroende för en persons eller ett systems pålitlighet med hänsyn till en given mängd 
händelser eller resultat av händelser, där detta förtroende uttrycker en förtröstan om personens 
redlighet eller kärlek eller om vissa abstrakta principers riktighet (teknisk kunskap)” 
(Giddens, 1996, s. 40). 
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3. Litteraturanknytning 
3.1 Inledning 
I detta kapitel om litteraturanknytning redovisas mina valda teorier, vilka utgör uppsatsens 
teoretiska ram. Tillit, menar jag, kan förstås som en fundamental förutsättning för vår 
mänskliga tillvaro och ett fungerande samhälle.  Men, vad är ”tillit”? Inledningsvis, under 
avsnitt 3.2, avser jag att övergripande besvara den frågan för att därmed ge ett inledande 
teoretiskt perspektiv på tillitsbegreppet och hur olika författare har förklarat det och därmed 
avser jag att ge ett slags inramning på min undersökning. Med detta kapitel vill jag ge 
bakgrund och sammanhang till min problemformulering och frågeställning för att sätta valda 
teorier i en kontext inför en analys och diskussion. Teorierna som redovisas har jag valt ut för 
att under kapitel ”4. Analys och diskussion” pröva om de kan bidraga till förklaringar till 
tilliten i informationssamhället och till informationstekniken.  Detta kapitel 3. delas in i 
delavsnitt där valda teorier redovisas kortfattat och motiveras för att vara relevanta i 
undersökningens analys och diskussion. Som redan har nämnts under kapitel 2 och avsnittet 
2.2 anser jag det är betydelsefullt att söka besvara frågeställningen genom att först besvara ett 
antal underfrågor till problemformuleringen. 
 
3.2 Tillit 
Om tillit handlar denna uppsats, men vad är ”tillit”? Här avser jag att ge några generella svar 
på frågan och detta i avsikten att därmed ge ett slags ram till min undersökning; begreppet 
”tillit” används flitigt i uppsatsen och därför är det, enligt min mening, betydelsefullt att 
redovisa ett urval olika teorier om begreppet. ”Tillit” tycks intressera många författare och det 
följande skall därför ses som en kort exposé över tillitsbegreppet och hur olika författare 
förklarar vad tillit är och hur tilliten kan förstås. Inledningsvis: Anthony Giddens om tillit och 
om det han benämner ”ontologisk trygghet”. Giddens säger i ”Modernitetens följder” 
(Giddens, 1996) att tillit ”förutsätter en medvetenhet om riskabla omständigheter” (Giddens 
1996, s. 37) samt att tillit skall ”ses i sin relation till risk” (ibid.). En grundförutsättning för 
tillit är ”brist på fullständig information” (ibid.) och enligt honom handlar det om tilltron ”till 
person eller abstrakta system som möjliggörs genom ett ’språng in i tron’, som sätter parentes 
om okunnighet eller bristande informationer” (ibid., s. 276). I ”Modernitet och självidentitet” 
(Giddens, 2009) menar han, att tilliten har en väsentlig betydelse för utvecklingen av 
personligheten. Tillit kan tidigt hänföras till människans föreställning om ontologisk trygghet, 
dvs. uppfattningen om ett slags ”kontinuitet och ordning i händelserna, inklusive sådana som 
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inte befinner sig inom direkt synhåll för individen” (Giddens, 2009, s. 275). Giddens menar 
också, att den ontologiska tryggheten och tilliten till abstrakta system är sammankopplade 
med varandra (Giddens, 1996). Niklas Luhmann (Luhmann, 2005) förklarar tilliten som ett 
slags medel för komplexitetsreduktion och han säger vidare, att vi behöver tilliten, 
förtroendet, för att kunna möta och hantera framtiden med dess osäkerhet den alltid innebär 
för oss människor. Han talar om att ”reducera en framtid av alltid mer eller mindre obestämd 
komplexitet” (Luhmann, 2005, s. 30). Han menar också, att den som har tillit ”handlar som 
om han vore säker på framtiden” (Luhmann, 2005, s. 19). Luhmann delar in tilliten i 
individtillit och systemtillit och skillnaden mellan dessa är, att tilliten till andra människor, 
individtilliten, utvecklas successivt över tid och här finns även ett inslag av ömsesidighet 
mellan människorna. Systemtilliten, dvs. tillit till abstrakta system, är däremot mer direkt, 
omedelbar. Bo Rothstein (Rothstein, 2003) menar att social tillit är förbundet med 
trovärdighet och pålitlighet och kan förstås som en del av individens sociala kapital. Han 
definierar tillit (och hänvisar till Piotr Sztompka, ”Trust, Distrust and Two Paradoxes of 
Democracy”, 1998, s. 21) som ”en förhoppning om andra aktörers framtida pålitlighet” 
(Rothstein, 2003, s. 111). I boken ”Tillit i det moderna Sverige” (Trägårdh (red), 2009) 
indelar där Erik Blennberger - beträffande ett subjekt som kan ha och uttrycka tillit - tilliten i 
grundläggande tillit och generell tillit. Med grundläggande tillit menar han ett ”centralt 
personlighetsdrag, en del av personlighetens kärna” och kan förstås som en ”mental och 
psykologisk kategori och kan även utgöra en del av en persons livsåskådning (Blennberger i 
Trägårdh (red.), 2009, s. 25). Generell tillit kan enligt Blennberger tillskrivas en person vars 
handlingar och attityder ”utmärks av tillit” i förhållande till ”vissa objekt i vissa situationer” 
(ibid.). Julia Grosse, som i avhandlingen ”Kommer tid kommer tillit? Unga vuxnas och 
medelålders erfarenheter ”, har undersökt tilliten i Sverige bland olika åldersgrupper (Grosse, 
2012). Hon har bland annat funnit, att tillit varierar mellan olika åldersgrupper, vilket skulle 
bekräfta tidigare undersökningsresultat att unga människor har tillit i mindre omfattning än 
medelålders personer. Förklaringen till det skulle vara, att äldre har större livserfarenhet och 
referenser till tidigare utmaningar i livet som man har klarat av att hantera och man kan därför 
använda sig av dessa erfarenheter på annat sätt än unga människor. Men det kan också förstås 
som ett slags rationaliseringsmekanism, enligt Grosse, när människor betraktar sina liv med 
ett helhetsperspektiv. ”Flera personer har erfarenhet av att något som de först värderat som 
enbart negativt framstår som något positivt i efterhand” (Grosse, 2012, s. 195).  
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3.3 Urbäddningsmekanismer och tillit till experter och system 
Med den moderna informationstekniken och internet har det utvecklats på internet ett slags 
”cybervärld”  i vilken människor kan umgås med varandra i så kallade sociala medier. Denna 
digitaliserade värld kan man, enligt min mening, förstå som en parallellvärld till den verkliga, 
reella världen, men delvis olika villkor och möjligheter gäller för dessa skilda världar. En 
grundläggande förutsättning för mänsklig interaktion i cybervärlden, och därmed på sociala 
medier, är separeringen av tids- och rumsdimensionerna. Detta vill jag övergripande belysa i 
det följande och därför använder jag mig av och redovisar Giddens teori om 
”urbäddningsmekanismer”, som jag menar är av vikt för att förstå hur modern 
informationsteknik skapat förutsättningar för sociala medier. - Hur har separeringen av tids- 
och rumsdimensionerna skapat förutsättningar för nya typer av sociala relationer? Om ett 
förslag på svar på denna underfråga avser jag återkomma till i kapitel 4. 
 
Man kanske kan uttrycka det så, att vi som lever i IT-samhället har i ökad omfattning 
”digitaliserat” vårt sociala beteende. Med detta menar jag den sociala interaktionen på internet, 
exempelvis genom att människor publicerar sig på bloggar och sociala medier för att söka 
kontakt och umgås med sina vänner och likasinnande eller använder internettjänster för 
kontaktannonser, ”dejtingsajter”, men även användningen av e-post menar jag ingår i ett slags 
digitaliserat socialt beteendesammanhang. I vardagslivet möter vi såväl vänner, bekanta som 
främlingar, vilka vi på olika sätt interagerar med privat och professionellt. När vi använder 
internet, ger oss ut i cybervärlden, möter vi bekanta och obekanta även där, men då på annat 
sätt och på andra villkor, menar jag. Om jag publicerar mig på en blogg hoppas jag att många 
personer läser mina texter, kanske är de flesta av läsarna främlingar för mig. Använder jag i 
stället Facebook för publicering vänder jag mig till mina vänner, till bekanta läsare. Skickar jag 
ett e-postmeddelande är adressaten känd för mig, även om jag aldrig har träffat personen 
bakom mailadressen, men om den avsedda mottagaren verkligen får meddelandet och läser det, 
eller om någon annan i stället uppsnappar meddelandet, läser det och sedan i retur svarar på det 
kan jag sällan veta något om och vara helt säker på. I cybervärlden, på internet och sociala 
medier, samspelar vi med människor vi kanske aldrig har träffat ansikte mot ansikte i motsats 
till hur livet ter sig i den fysiska världen. Här möter vi och kommunicerar med andra 
människor på ett annat sätt, alltså med icke-verbal kommunikation ansikte mot ansikte. Jag 
antar därför, att den fysiska världen och cybervärlden ställer olika krav på vårt förhållningssätt 
till tilliten till människor, expert- och abstrakta system. Frigörandet av tiden och rummet har 
förändrat vår tillvaro och lett till nya möjligheter och friheter som exempelvis internet, sociala 
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medier och därmed det ”digitaliserade” sociala umgänget. Tilliten har blivit mer sammansatt i 
vårt senmoderna IT-samhälle genom urbäddningen, enligt min mening. När det gäller det 
abstrakta system menar Giddens (Giddens, 1996), att det handlar om att ”kalkylera möjliga 
vinster och risker” (ibid., s. 85), dvs. vi icke-experter har nära nog inte något annat val än att 
acceptera experters kunskap och abstrakta system. Att ställa sig utanför systemen i det 
senmoderna samhället skulle i det närmaste vara praktiskt omöjligt för individen och man kan 
tolka Giddens så, att vi i princip tvingas att förlita oss till samhällets abstrakta system. Det 
handlar här om vad Giddens kallar för ”faceless commitments”, ansiktslösa åtaganden, med 
vilket han menar tillit till abstrakta system (ibid., s. 81). För motsvarigheten gällande tillit till 
människor använder han uttrycket ”facework commitments”, åtaganden med ansikte (ibid.), 
alltså tillit vid fysiska möten mellan människor. De digitala sociala arenor på internet som 
urbäddningen har möjliggjort, antar jag, förutsätter tillit såväl till system som människor. För 
förståelsen av tilliten till å ena sidan internet och sociala medier (som system) och å den andra 
sidan till människor som man kan interagera med i sådana sammanhang förmodar jag att 
begreppen ”faceless commitments” respektive ”facework commitments” kan vara användbara, 
varför jag återvänder till dem i kapitel 4. 
 
I det moderna samhället är tid och rum självklara begrepp vi använder i livets olika 
situationer. De ger struktur åt våra liv: var någonstans (i rummet) vi eller andra gör något och 
när (i tiden) det blir gjort eller kommer att inträffa. Tid, dvs. klocktid och rum är både begrepp 
och dimensioner som ofta skils åt, men kan också ibland bilda en enhet. I det förmoderna 
samhället var tid och rum oftast ihopkopplat till en dimension. Närvaro bestämde det sociala 
livets rumsliga dimensioner för de flesta människor, enligt Giddens (Giddens, 1996). Att 
skilja mellan tid och rum har sin egen historia och startade i Europa under 1600-talets senare 
del då mekaniska urverk började spridas i samhället. Detta ledde till en medvetenhet om den 
”tomma tiden”, dvs. inte bara klocktid utan hela tidsuppfattningen förändrades genom att 
tiden började få en egen, likformig dimension, som inte längre var beroende av rummet och 
tiden kunde nu kvantifieras. Separeringen av dimensionerna tid och rum grundlade 
förutsättningar för s.k. urbäddning, vilket Giddens definierar som ”sociala relationer lyfts ut 
ur sina lokala interaktionssammanhang och omstruktureras över obegränsade områden av 
tidrummet” (ibid., s. 29). Urbäddningsmekanismer delas in i symboliska medel, som 
exempelvis medlet pengar, och expertsystem, som bygger på tekniska landvinningar och 
professionell expertis. Oavsett var köpare och säljare befinner sig, var aktörerna finns i tid och 
rum, kan pengatransaktioner genomföras därför att avstånd i tidrummet skapas av det 
9 
 
symboliska medlet pengar. Med pengar kan avstånd skapas i tidrummet, vilket möjliggör att 
transaktioner genomförs mellan aktörer vitt skilda från varandra i tid och rum. De sociala 
förändringarna i det senmoderna samhället sker i en allt snabbare takt och bidrar till att 
påverka det sociala beteendemönstret. Giddens förklarar detta med hjälp av tre huvudelement 
varav det första är åtskiljandet av tid och rum. Tidens avskiljande skedde i och med tidurets 
tillkomst. Tiden som tidigare varit förbunden med en specifik plats gjorde det istället möjligt 
att samordna det sociala livet till olika platser. Möten idag måste inte längre ske i rummet (i 
betydelsen plats) eller ansikte-mot-ansikte utan kan istället ske genom de nya tekniska 
hjälpmedel som finns tillgängliga (Giddens, 1996). Ett andra element är disembedding, eller 
urbäddningsmekanismer, vilka utgörs av expertsystem eller symboliska tecken. Med 
urbäddning avser Giddens att de sociala relationerna lyfts ur sitt ”lokala interaktions-
sammanhang och omstruktureras över obegränsade områden av tidrummet.” (ibid., s. 29). 
Expertsystem är system av expertkunskap som grundar sig i regler och rutiner/procedurer 
vilka kan överföras mellan individer. Som symboliskt tecken använder sig Giddens av pengar 
då dessa har ett liknade värde överallt, och möjliggör transaktioner i alla tänkbara former i 
rummet. Det tredje elementet institutionell reflexivitet förklaras vara den ”reglerande 
användningen av kunskaper om de sociala livsvillkor som ett konstituerande element i det 
sociala livets organisering och förändring.” (Giddens, 2009, s. 31). Det senmoderna samhället 
konfronterar människan med en mångfald av val, vilka kommer från olika källor. För att 
kunna välja blir människan tvungen att sätta sin tillit till olika expertsystem där auktoriteter 
kan ge dem svar på hur de ska leva eller agera i vissa situationer (Giddens, 1996). Delningen 
av tids- och rumsdimensionerna gör det möjligt att pengar inte alltid behöver byta ägare i en 
specifik ”utbytesmiljö”, dvs. i ett och samma rum vid ett och samma tillfälle, utan tidrummet 
kan ”sättas inom parentes”, enligt Giddens (ibid.). Vi lever omgivna av expertsystem och 
ibland är de förutsättningar för att hålla oss vid liv. På motsvarande sätt som symboliska 
medel är mekanismer för urbäddning är expertsystem det också; ”sociala relationer förskjuts 
från det omedelbara sammanhanget”, menar Giddens (ibid., s. 35). En sjukhuspatient inte bara 
hoppas utan även förutsätter att sjukvården hon får grundas på tekniska och vetenskapliga 
grunder och att det är professionella experter som läkare, sjuksköterskor m.fl. som vet hur 
patienten skall vårdas genom att tillämpa expertkunskaper och teknik för att hon skall kunna 
återgå till ett normalt liv. Människorna i det moderna samhället förutsätter utifrån sina olika 
situationer, att expertsystem och symboliska medel garanterar de förväntningar som ställs på 
dem. Denna urbäddning av sociala system som handlar om att, som Giddens utrycker det, 
”lyfta ut” sociala relationer ur sina ”lokala interaktionssammanhang” och omstrukturera dessa 
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”över obegränsade områden av tidrummet” (ibid., s. 29) förutsätter att människornas 
förväntningar uppfylls. Detta är möjligt genom att urbäddningen genom symboliska medel 
och expertsystem ger i sig garantier för förväntningarna. Giddens använder begreppet ”tillit” 
för att förklara varför vi människor accepterar urbäddningsmekanismerna.  
 
3.4 Panopticon - Övervakning för disciplinering 
- Hur påverkar osynlig internetövervakning människors användning av internet? Jag menar, 
att detta är en i hög grad aktuell fråga, som kanske skulle kunna utgöra ett eget ämne för 
vidare undersökning och forskning. Jag anser, att denna underfråga till problemformuleringen 
är relevant att ställa i min undersökning om tillit till IT och tilliten i IT-samhället. Teorivalet 
är Benthams idéer om ”Panopticon”, att med synlig övervakning påverka människors 
beteende genom självdisciplinering. På internet kan emellertid osynlig övervakning 
förekomma, vilket också torde kunna påverka användare av såväl internet i allmänhet som av 
sociala medier i synnerhet.  Om detta återkommer jag till i kapitel 4. I det följande avser jag 
att kortfattat beskriva vad Jeremy Bentham ville uppnå med sin uppfinning ”Panopticon” samt 
referera till Michel Foucault som intresserade sig för Benthams idéer i sina samhällskritiska 
analyser. Den brittiske filosofen Jeremy Bentham utvecklade i slutet av 1700-talet en idé om 
det ultimata fängelset i bemärkelsen hög rymningssäkerhet och effektiv driftekonomi. Detta 
kunde uppnås, menade han, genom ett raffinerat övervakningssystem: Panopticon. Enkelt 
beskrivet omfattade detta en byggnadskonstruktion så utformad, att varje enskild cell och 
fånge i fängelset kunde övervakas av ett fåtal vakter från ett övervakningstorn. Alla fångar 
kunde ses från tornet, vakterna däremot var dolda bakom tornfönstrens gardiner och kunde 
inte ses av fångarna. Troligen hade han inspirerats till Panopticon av sin verkstadsägande 
broder som organiserat sin verksamhet enligt denna övervakningsmetod för att kontrollera 
arbete och arbetare. Det geniala med Panopticon handlade primärt inte om säkerhet eller 
effektivt resursutnyttjande - det blev resultatet av konstruktionen - utan om att genom hög 
grad av disciplinering förmå fångarna att lydigt följa fängelsets ordningsregler. Detta kunde 
uppnås genom övervakningsprincipen att se men inte att synas. Fångarna skulle vara 
medvetna om att de när som helst, vid varje given tidpunkt, kunde vara övervakade och sedda 
och om de bröt mot gällande regler skulle de komma att bestraffas. Den sociala kontroll som 
fångarna utsattes för skulle, enligt Benthams idé, vara mycket effektivare än enbart synlig 
övervakning då det nya skulle bli kontroll över fångarnas medvetande, alltså ett slags 
självdisciplinering skulle åstadkommas med Panopticon. Bentham egen argumentation för sin 
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skapelse lyder: ”att ju mer personerna som skall övervakas befinner sig under de 
övervakandes blick, desto mer fullkomligt kommer inrättningens syfte att uppnås” (Bentham, 
2002, s. 54-55). Filosofen Michel Foucault intresserade sig för denna självdisciplinering 
genom övervakning i boken ”Övervakning och straff” (Foucault, 2003). Med Panopticon 
skulle mörka fängelseceller försvinna, där mörkret kunde utgöra ett slags skydd för den 
fängslade, enligt Foucault. Mörkret skulle ersättas av ljusa celler och ljuset gjorde fången 
synlig. ”Synligheten är en fälla” (Foucault, 2003, s. 201), dvs. fången blir nu ständigt 
medveten om att kunna ses och av detta följer, att övervakarnas makt blir desto effektivare då 
”dess tvingande kraft utgår så att säga från andra parten - den som de tillämpas på” (ibid., s. 
203).  
 
 
4. Analys och diskussion 
4.1 Närhetsetik och nätetik 
Ur ”Medieval 2012”, dvs. den årliga sammanställningen av svenskarnas mediekonsumtion 
från Myndigheten för radio och TV framgår följande, vilket kortfattat får illustrera 
svenskarnas intresse för medier:  
”Ett vanligt dygn ägnar svenskarna i åldern 9 till 79 år drygt sex timmar av sin tid åt att ta del av 
utbudet i olika medier och ju äldre vi blir desto mer tid används för mediekonsumtion. Ett trendbrott 
har skett vad gäller tiden vi använder på olika medier. Idag använder vi lika mycket tid åt tv och 
internet därefter kommer radion. Tidigare år har det varit tv därefter radio och sedan internet som varit 
de medier svenskarna ägnar mest tid åt en vanlig dag. I nästan alla svenska hem ﬁnns det minst en tv-
apparat och tillgång till radio. Att använda datorn för att se på tv, eller åtminstone någon form av rörlig 
bild, blir allt vanligare. 2011 hade 55 % av befolkningen i åldern 9 till 79 år tillgång till webb-tv via 
internet vilket är en kraftig ökning från år 2010 då 23 % hade tillgång till webb-tv via internet.” 
 
I boken ”Media, Communication, Culture” av James Lull (Lull, 2000) diskuteras 
massmediernas påverkan på människorna och han relaterar till Pierre Bourdieu om habitus. 
Medan TV och radio är medier för envägskommunikation, dvs. jag tar emot information i 
form av underhållning, nyheter etc. använder jag internet och telefoni för att kommunicera 
med andra människor. Här handlar det om tvåvägskommunikation, ett samtal. I IT-samhället 
har man möjlighet att fritt välja om man vill agera sändare eller mottagare av information 
genom att publicera egna eller läsa andras webbsidor med information, texter, ljud, bilder och 
film. Internet fungerar också som ett alternativ till telefoni för ”skrivna samtal” och dialoger 
när jag använder e-post och fram för allt ”chattsidor” och andra typer av webbaserade 
diskussionsfora. Jag påverkar andra och jag påverkas också själv av andra människors tankar, 
värderingar och idéer. Oftast sker denna vardagliga påverkan genom direkta möten mellan 
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människor, men den nya informationstekniken blir allt mer självklart inslag i bostaden och på 
arbetsplatserna och därmed blir tekniska lösningar på kommunikationsbehoven mellan 
människor allt vanligare. Mobiltelefonin har gjort oss tillgängliga dygnet om nära nog var 
som helst vi befinner oss. I det moderna samhället har människorna ständig tillgång till 
massmedier, varav TV kanske kan anses ha störst genomslagskraft. Tids- och 
rumsbegränsningar tillhör snart historien; SMS, mobiltelefon, internet och e-postfunktion gör 
oss alla tillgängliga oavsett tid och rum. Med TV:s hjälp suddas tids- och rumsgränserna ut 
och spelar allt mindre roll; lokala händelser kan enkelt och snabbt bli världshändelser i 
internationella TV-bolags nyhetssändningar dygnet runt. Marshall McLuhan myntade 
begreppet ”global village”, den globala byn, för att illustrera elektroniska mediers, framförallt 
TV:s, effekt på samhället: upphävandet av tid och rum. Geografiska avstånd spelar inte längre 
någon avgörande roll för kommunikationen mellan människor. Gränser mellan länder suddas 
ut av internet och internet länkar samman människor världen över, avstånden tycks krympa, 
och samma effekt upplever vi med TV. Alla tar vi samtidigt emot information och intryck och 
blir därmed också samtidigt delaktiga i händelserna. Pierre Bourdieu använde begreppet 
habitus i sina analyser av hur samhällets sociala skiktning, klasstruktur, reproduceras. Enligt 
Bourdieu har varje människa ett särskilt habitus som påverkar individens sätt att tänka, tycka 
och handla. Habitus kan vara omedvetet inlärt, men även medvetet förvärvat och behöver inte 
innebära att en persons habitus för all framtid behöver styra hennes liv, även om habitus har 
en stark påverkan på hennes handlande. Det innebär, att människan kan skapa nya insikter och 
handlande trots sitt habitus. Vårt habitus är dock inte ristat i sten, vi kan förändra vår livsstil 
om vi strävar efter det. Vi har också förmåga att genomskåda ”valfrihetsillusioner” därför att 
människor inte är några passiva maskiner som styrs av ett slags fjärrstyrande överhet. Sociala 
medier kompletterar och kanske till och med förstärker mediebilderna av människors 
valmöjligheter, antar jag. Vår vana att ta till oss vad massmedierna rapporterar om, 
exempelvis om alternativa livsstilar, och att också lita till rapporteringen kanske indirekt har 
skapat tillit till IT och sociala medier och de sociala medierna fungerar därför som 
socialisationsagenter. Användningen av IT och umgänge i sociala medier kanske kan förstås 
som ett slags sociala markörer, alltså att användningen av sociala medier kan ses som ett slags 
livsstilsval i att publicera sig på internet, att skaffa sig vänner i sociala medier, dvs. att man 
tror sig bli socialt accepterad om man umgås där. ”Jag använder Facebook, alltså finns jag”, 
för att travestera Descartes. I ett radioprogram från Utbildningsradion (UR 2010-01-19, ”Livet 
som pokerspelare”) berättar en ung svensk man hur han försörjer sig som pokerspelare på 
internet. Pokerspelandet har blivit försörjningen och han tycks leva ett idealiskt liv med stora 
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inkomster och frihet att arbeta när han vill. Ändå tycker han att tillvaron börja leda till tristess 
och sakna en djupare mening i livet, nämligen kontakten med andra människor, 
arbetskamrater och att ingå i ett större sammanhang. Enligt min mening kan några intressanta 
detaljer hämtas ur programmet. Vi har alla någon gång hört uttrycket ”pokeransikte”, 
förmågan hos en del människor att inför andra dölja sina känslor, att så att säga visa upp ett 
intetsägande, neutralt ansiktsuttryck. En sådan förmåga är förmodligen förträfflig bland 
pokerspelare och också hos personer som befinner sig i olika typer av förhandlingssituationer. 
Pokerspelaren i radioprogrammet behöver emellertid inte tänka på att dölja sitt ansikte eller 
sina ögonrörelser med solglasögon i sitt spelande online. Han interagerar med en datorskärm 
som visar en virtuell verklighet med spelbord och pokerkort och möter därför inte sina 
motspelare ansikte-mot-ansikte i denna av datorer skapade värld. Förutsatt att onlinespelarna 
följer reglerna för poker, budgivning och betalning etc. kan de se ut som och göra vad de vill 
under pågående kortspelande. Att varje spelare vill bli vinnare av pengarna i potten, kanske 
genom att bluffa sig till vinst antas ligga i pokerspelets natur och accepteras av alla 
pokerspelare. Deras moral och värderingar saknar troligen relevans i denna anonyma 
internetsamvaro. - Hur har separeringen av tids- och rumsdimensionerna skapat 
förutsättningar för nya typer av sociala relationer? Separeringen av tids- och 
rumsdimensionerna möjliggör att man i vårt IT-samhälle kan umgås privat och professionellt 
utan att någonsin behöva träffas fysiskt. IT effektiviserar vår vardag då vi kan använda vår tid 
för olika sysslor parallellt med att vi umgås, eller annorlunda uttryckt, publicerar oss på 
sociala medier. - Hur påverkar sociala mediers anonymitet individens ansvar för den andre? 
Den nya tekniken, antar jag, utmanar vårt ansvar gentemot den andre vi interagerar med på 
sociala medier. Som Giddens (Giddens, 2003) påpekar ser man inte den man umgås med och, 
antar jag, kan man därför uppfatta situationen på sociala medier som att man inte behöver ta 
ansvar för den andre. Därtill möjliggör sociala medier att om och när man så önskar vara 
anonym i interaktionen med den andre genom att använda sig av en uppdiktad, eller någon 
annans, identitet. Våra värderingar och normer som styr vårt handlande är enligt de 
närhetsetikens filosofer som jag väljer att ta med i det här sammanhanget, Emmanuel Levinas 
och Knud E Løgstrup, utformade utifrån det fysiska, faktiska mötet mellan oss människor. 
Det är alltså i detta möte våra moraliska regler skapas och detta, enligt Løgstrup, relateras till 
att vi är beroende av varandra och att vi också lever i en gemenskap. Levinas menar, att en 
människa aldrig kan fly från ansvar för en annan människa. Det sker så att säga en omedelbar 
kommunikation mellan två personer så fort den ene har sett den andres ansikte och då 
kommuniceras också ett ansvar för den andre. Exemplet med pokerspel online belyser 
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företeelsen i IT-samhället, att kunna interagera med andra människor utan att någonsin 
behöva möta dem fysiskt, ansikte mot ansikte. Giddens talar om urbäddningsmekanismer 
(Giddens, 1996) som utvecklats under moderniteten och bidragit till dess dynamik, dvs. 
”reorganiserar de sociala relationerna över stora avstånd i tidrummet” (ibid. s. 55). Det tillhör 
självklarheterna i tillvaron att använda persondator, surfplatta eller smarta telefon med olika 
applikationsprogram för vardagslivets administrativa bestyr. Man kan förmoda att det leder 
till att vi sällan, eller kanske aldrig, behöver ta eller känna ansvar för den andre i vårt 
handlande när vi verkar på internet. Trots vårt mänskliga beroende av varandra i andra 
sammanhang och reglerat av värderingar och normer inlärda genom socialisationen, ger oss 
nu internet möjligheter att fritt uttrycka oss hur som helst och bedra varandra utan påföljd. Jag 
väljer här att ta med Erving Goffman (Goffman, 2004) när han talar om främre och bakre 
regioner i sin så kallade ”dramaturgiska sociologi” där han på ett träffande sätt belyser hur 
människor relaterar till varandra i olika sociala situationer i samhället, på det han kallar 
arenor. I de främre regionerna är människors beteenden generellt sett behärskade, formella, 
kontrollerade, artiga etc., medan i de bakre regionerna kan däremot ofta det motsatta gälla. En 
främre region skapas där människorna är medvetna om att de är iakttagna, man framträder så 
att säga inför andra på en arena, en scen, och beter sig därför kontrollerat eftersom man är 
iakttagen. Den bakre regionen uppstår där människorna, exempelvis personal, förbereder och 
organiserar sig inför en arbetsuppgift, alltså inför ett slags framträdande inför andra 
människor. Denna region, som inte är kontrollerad av andra, av publiken, kan då fungera som 
en plats för avkoppling. Om man försöker i överförd mening använda de Goffmanska 
regionerna till sociala medier på nätet kan vi, menar jag, förstå sociala medier som ett slags 
bakre region. Skillnaden är förstås stor mellan denna bakre region och sociala miljöer i det 
verkliga livet, utanför nätet. Som nämnts, på sociala medier kan man interagera anonymt och 
man är inte helt säker på vilka de andra är än vad eller vem de utgör sig för att vara. Sociala 
medier blir således ett slags anonymitetens arenor, de bakre regionerna, där man agerar inför 
andra utan att bli iakttagen, där det utförs ett socialt skuggspel.  
 
4.2 Från närhet till näthat 
Under senare tid har den svenska samhällsdebatten handlat om näthat, med vilket oftast 
menas kränkning av person på internet. Statsminister Reinfeldt sade i ett tal på Moderaternas 
Sverigemöte om brottsligheten i landet referat i Dagens Nyheter 2013-03-17, att kränkningar 
på nätet kan övergå i fysiskt våld och vidare att: ”Ord förändras i nätmiljön. Ord vi aldrig 
skulle uttala människor emellan används med en helt annan betydelse, med en avtrubbning i 
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ordanvändning som sedan riskerar att gå över i att man använder våld eller förnedring unga 
människor emellan”. Kanske kan vi i det senmoderna föreställa oss en pågående förskjutning 
av normer. Moral och värderingar som generellt gäller i det verkliga livet, ”IRL”, (dvs. 
internetslang för ”In Real Life”) är inte nödvändigtvis desamma som behövs för socialt 
umgänge i den virtuella världen, på internet. Snarare tvärtom, kanske någon skulle hävda, då 
anonymiteten på internet uppmuntrar ett kontinuerligt tänjande av gränserna för 
grundläggande etiska och moraliska principer. Lagar och paragrafer, uttalade och outtalade 
regler för mänskligt samspel är det ingen som behöver höra ute i cyberrymden.  Jag vill här ta 
med Zygmunt Baumann (Bauman, 2007) i sammanhanget, eftersom han menar att vi lever i 
en ”rädslans tid” och talar om ”flytande rädsla” för att karakterisera vårt moderna samhälle 
som ett slags rädslans kultur. Han menar att det råder en flytande, diffus fruktan eller 
existentiell ångest i det moderna samhället. Skillnaderna mellan en ”analog” verklighet och en 
”digital” skenvärld blir tydlig i ett etik- och moralperspektiv, enligt min mening. Jag antar, att 
det Bauman karakteriserar som ”rädsla” kommer just till uttryck i det sociala umgänget på 
webbens olika sociala medier. Här kan vi, föreslår jag, för diskussionen införa ett par nya 
begrepp genom att tala om ”flytande identitet” och ”flytande tillit” som tänkbara kännetecken 
för den digitala världens kultur och dess konsekvenser för människorna. I sociala miljöer som 
bloggar, Twitter, Facebook eller forumet Flashback kan du agera med den identitet du för 
tillfället väljer för att göra dig hörd. Är du ensam får du sällskap, du kommer att kunna 
tillhöra en grupp av likasinnade förmodligen enklare eller snabbare än i ”IRL”. En anpassad, 
”flytande”, identitet hjälper individen att problemfritt ansluta sig till den nya gruppens normer 
och krav och när gruppen inte längre attraherar byter man till annat sällskap; den flytande 
identiteten står återigen till tjänst i det nya kontaktskapandet. Anonymiteten på internet 
främjar den flytande identiteten, man behöver inte avslöjas av någon sanningssägare likt den i 
sagan om Kejsarens nya kläder. Däremot kan man själv välja att mobba eller kränka andra in 
på bara kroppen. Men, sociala medier används inte enbart till missbruk av det fria ordet eller 
för att förolämpa andra, utan just för att skapa och utveckla sociala relationer mellan 
människor. Hot och risker tillhör det mänskliga livet, men man kan förmoda, att riskmed-
vetenheten i det senmoderna ändå är relativt hög. Knappast någon undgår massmediers 
rapporter om ”internetbedrägerier”, näthat och -mobbing, hackare, datorvirus och -trojaner 
som kapar såväl datorer som personuppgifter. Eller internetövervakning utförd av 
säkerhetstjänster, inhemska och utländska. - Hur påverkar osynlig internetövervakning 
människors användning av internet? Mitt svar är, att övervakningen kan leda till ofrivillig 
självdisciplinering, som i förlängningen kan utgöra ett hot mot demokrati och åsiktsfrihet. I 
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analogi med Benthams synliga övervakning riskerar användarna av internet att vara osynligt 
övervakade; man ser inte övervakningen, eller övervakaren, man kan aldrig veta om, när och 
vem den drabbar och på vilket sätt man drabbas. Eller, som professorn i underrättelseanalys 
vid Lunds universitet, Wilhelm Agrell, uttrycker sig angående signalspaning i en intervju i 
Svenska Dagbladet (SvD, 2013-06-10): ”sociala medierna är ett antal öppnade, gigantiska 
syltkar som det bara är att stoppa ner snablarna i”.  Det kan verka paradoxalt, att människor 
ändå använder sociala medier på internet för att där publicera sina personliga uppgifter och 
bilder. ”Är framtiden dimmig? Ännu ett gott skäl att inte låta den oroa dig. Är faror omöjliga 
att veta något om? Ännu ett gott skäl att lägga dem åt sidan” (Bauman, 2007, s. 15). Nya typer 
av sociala relationer, och digitala miljöer för sådana, har således utvecklats i det senmoderna 
IT-samhället. En återkommande fråga för mig i denna uppsats är hur man kan förstå 
människors tillit till såväl system, med vilket jag här menar internet och sociala medier, och 
till människorna som man interagerar med via dessa system. Primärt behöver man tillit till 
informationstekniken, antar jag, för att man över huvud taget avser använda sig av den. Mot 
detta skulle kanske argumenteras, att människorna i det senmoderna samhället inte har något 
val, man tvingas till att använda sig av denna teknik för att fungera i vardagslivet. Giddens 
(Giddens, 1996) menar, att det handlar om att ”kalkylera möjliga vinster och risker” (ibid., s. 
85), alltså att vi acceptera såväl experters kunskap som abstrakta system. När människorna i 
senmoderniteten, i IT-samhället, har så att säga digitaliserat sitt sociala beteende på internet 
och sociala medier har man följt samhällets teknikutveckling, enligt min uppfattning. Mot 
bakgrund av massmedierapporteringen om internetövervakning och brottslighet mot individen 
på internet och sociala medier kan man få intrycket att människorna har accepterat 
teknifieringen, men utan att ha förstått konsekvenserna av IT-beroendet i allmänhet och av att 
publicera sig på sociala medier i synnerhet, menar jag. Hur kan man då förklara denna 
anpassning till och acceptans av IT-samhället och även tilliten till detsamma, alltså utan att vi 
har insett vidden av informationsteknikens följder? En möjlig förklaring kanske går att finna i 
socialisationen, alltså att vi har lärt oss att acceptera teknifieringen av samhället och att heller 
inte ifrågasätta de nya villkor för social interaktion som samhällsförändringen innebär eller 
förutsätter. Giddens (Giddens, 1996) är inne på ett sådant resonemang då han talar om den 
”dolda läroplanen” (ibid., s. 88). Han menar, att det finns en sådan dold plan i skolans 
undervisning i naturvetenskap. Undervisningen, menar Giddens, handlar således inte enbart 
om ämneskunskaper i naturvetenskap och teknik i sig utan även avse ”respekt för den 
tekniska kunskapens aura” (ibid.). Som jag uppfattar Giddens här handlar det om att vi 
socialiseras till att acceptera naturvetenskapen och, som jag tolkar det, även 
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informationstekniken, enär naturvetenskapen traditionellt anses besitta ett slags sann och 
obestridlig kunskap. Giddens (Giddens, 1996) menar, att vi kan förhålla oss skeptiska till 
expertsystem, men vi väljer ändå oftast att inta ett slags pragmatiskt förhållningssätt eftersom 
alternativet att inte acceptera systemen skulle skapa praktiska svårigheter för oss i 
vardagslivet. Han talar om att vi ”köpslår… med moderniteten” (ibid., s. 89) beträffande 
tilliten till expertsystem. Viktigt är, enligt min mening, hans påpekande att tilliten i det här 
sammanhanget handlar mer om ett ”tyst accepterande” (ibid.) av omständigheterna kring 
nyttjandet av expertsystem än ett, som han uttrycker det, ”plötsligt beslut att göra en satsning” 
(ibid.). Han menar också, att ”tillit till abstrakta system ger inte samma psykologiska belöning 
som tillit till personer” (ibid., s. 110). Giddens (ibid.) använder begreppen ”faceless 
commitments”, ansiktslösa åtaganden, om tillit till abstrakta system (ibid., s. 81) och 
”facework commitments”, åtagande med ansikte (ibid.), om tillit till människor. Enligt min 
mening, handlar social interaktion på internet och sociala medier både om ”ansiktslösa 
åtaganden” i bemärkelsen tillit till abstrakta system (alltså internet och sociala medier) och 
”åtagande med ansikte”, tillit till människor.  Det är ur min synvinkel och mening således inte 
enbart en fråga om tilliten till internet och sociala medier, utan även en fråga om tilliten till 
människorna man interagerar med via dessa system. Som jag tolkar Giddens menar han, att 
tilliten till abstrakta system enbart handlar om ”ansiktslösa åtaganden”, inte om tillit till 
människor som man interagerar med, har kontakt med, i system av karaktären digitala sociala 
miljöer. I sådana senmoderna sociala sammanhang behövs, enligt min mening, ett helt annat 
perspektiv på tilliten, kanske också ett annat lämpligare begrepp för att beskriva tilliten till 
informationstekniken när denna används för social interaktion. Det vi upplever och möter när 
vi rör oss i cybervärlden - använder oss av internet - är både ett slags ”ansiktslöshet” i form av 
hård- och mjukvara, nätverk och servrar et cetera, det som utgör fundamentet för den tekniska 
kommunikationen, men också i anonymiteten hos de ”ansiktslösa” personer som vi söker 
kontakt med exempelvis på sociala medier. Människorna som vi sedan etablerar kontakt med, 
de ansiktslösa, förser vi med ett ”ansikte” när vi känner igen personerna, alltså känner tillit till 
dem, att det är ”rätt” personer vi kommunicerar med och att de har goda avsikter med 
interaktionen. Kanske kan man förstå tilliten till och bruket av sociala medier trots dess risker 
med hjälp av begreppet ”flytande tillit”, vilket här och för diskussionen, menas en anpassning 
av individens tillit i kontakten med sociala medier och dess aktörer, dvs. en flytande tillit som 
baseras på andra förutsättningar och grunder än annars i vardagslivet. Tillit enligt Luhmann 
för komplexitetsreduktion är antagligen inte helt behövligt i sociala mediesammanhang på 
nätet, eftersom användning av och anslutning till sociala medier är frivilligt och man kan leva 
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ett normalt socialt liv utan dessa medier. Individtillit utvecklas successivt över tid medan 
systemtillit är omedelbar, hävdar Luhmann, vilket jag instämmer i. Den flytande tilliten kan 
förstås tillämpbar då sociala medier är beroende av att dess aktörer känner både individ- och 
systemtillit till dem. Flytande tillit skulle därmed beteckna ett slags hybrid av dessa två 
tillitsformer; omedelbar tillit till IT-systemen där sociala medier finns och en successiv 
tillitsutveckling till aktörerna, individerna, som befinner sig där. På internet och i sociala 
medier kan man interagera anonymt i högre grad än i normalt ”ansikte-mot-ansikte-
umgänge”, vilket skapar risker och hot mot individen. Utvecklingen av internet och 
elektroniska tjänster i det senmoderna leder till att vi i ökad omfattning samspelar med 
personer, som vi aldrig tidigare har sett och aldrig heller kommer att se eller träffa ansikte mot 
ansikte. En del kan se denna utveckling som tecken på ökande anonymitet i samhället och att 
individen isoleras alltmer; man utför vardagliga ärenden och umgås med vänner på internet, 
inte längre direkt vid fysiska möten. Andra kanske uppfattar internet tvärtom, att 
anonymiteten ger alltfler människor möjlighet att uttrycka och hävda sig utan att utseende, 
röst eller brister i språklig kunskap och förmåga längre hindrar eller utgör nackdelar i 
interaktionen med andra. Man kan uppleva sig som mer fri att öppet uttrycka sig i en sådan 
virtuell miljö än i den normala, reella världen. Budskapet blir då det primära och det är inte 
lika viktigt längre av vem och hur det framförs. Detta skulle kunna gynna individer och 
grupper i samhället vars idéer och åsikter tidigare varit nedvärderade. I det moderna är det 
vanligt att människor samspelar med varandra trots att de befinner sig på olika platser; det 
sker indirekta utbyten mellan individer. Vi har emellertid ett behov av direkta utbyten, 
kontakter med andra för att tolka, ofta nära nog subtila, uttryck och variationer i andra 
människors minspel och röstnyanser. Direktkontakt är ofta en förutsättning för att bättre förstå 
andras tankar och åsikter, vilket inte gör sig möjligt i en virtuell miljö, som sociala medier. 
Giddens talar om ”närhetens tvång” (Giddens, 2003, s. 108), dvs. trots olika funktioner via 
internet, som möten med hjälp av webbkamera och videokonferens eller skriva texter och 
utbyta bilder med varandra på sociala medier, strävar vi ändå efter att samspela med andra 
ansikte mot ansikte när det är möjligt.  En slutsats jag drar är, att förutsättningen för att förstå 
den av mig förmodade förändringen av tilliten i senmoderniteten är att utgå ifrån tillitens 
koppling till individualiseringen i samhället. Jag antar, att individualismen har utvecklats 
gradvis under det senaste århundradet, men har blivit allt tydligare under de senaste 
årtiondena genom utvecklingen av massmedier och IT som erbjuder ökat utrymme för 
människorna att uttrycka individualiteten. Detta antagande gör jag mot bakgrund av en 
förmodad successiv förändring över tid av socialisationen. I ett historiskt perspektiv kan vi 
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ange familjen, skolan och kyrkan som typiska socialisationsagenter och i det svenska 
samhället har även folkrörelserna troligen haft en sådan viktig roll. Kyrkan, eller kanske 
rättare sagt religionen, är en kollektiv verksamhet, som förutsätter att alla lever efter lika 
normer. Under 1900-talet har sekulariseringen ökat och kyrkans roll i socialisationen 
följaktligen minskat, vilket också kan antas gälla för de svenska folkrörelsernas inflytande på 
normutvecklingen. Möjligen kan vi förstå en minskad betydelse för kollektiv normgivning 
under 1900-talet genom bland andra Freud och Jung i det alltmer ökade intresset för 
psykologi och psykoanalys, vilka betonar individen och inte kollektivet. Vi skulle alltså ha 
gått från kollektivets socialisation till ökad individuell normgivning och påverkan. Möjligen 
kan man förstå sociala medier som socialisationsagenter i det senmoderna. Jag menar, att här 
finns en möjlig förklaring till tillitens antagna förändring med att den moderna 
informationstekniken flyttar ögonkontakten från ”den andre” och dennes ansikte till 
bildskärmen. Det är inte självklart i informationssamhället, att när jag ser en annan persons 
ansikte det också skulle säga mig att det faktiskt är en annan människa som jag, enligt 
Levinas, har ett ansvar för, ett ansvar jag aldrig kan fly ifrån. Denna anonymitet som råder i 
sociala medier kan verka paradoxal; man utbyter förtroenden med varandra, publicerar privata 
bilder och uppgifter om sig själv, allt detta för att få nya och att behålla vänner, men ändå kan 
resultatet bli anonymitet och avsaknad av ansvar gentemot andra människor. Man kan inte 
vara säker på vem man kommunicerar med på andra sidan bildskärmen, vi får ingen 
ögonkontakt, jag ser inte ansiktet på honom eller henne; jag uppfattar inte de icke-verbala 
signalerna, som Goffman talar om. Levinas menar, att det är när vi har en ansikte-mot-
ansikte-relation med en annan människa som hänsyn uppstår i det att vi då tvingas söka 
berättigande i egna våra handlingar när vi konfronteras med en annan persons behov. 
Självdisciplinering genom närvaro av ”den andre” behövs dock inte i vår tids virtuella 
verklighet. Bauman menar i ”Det individualiserade samhället” (2009), att vi har att göra med 
masker, inte ansikten, symboliserande klasser eller stereotyper som man behöver lära sig att 
förhålla sig till, och man måste, oavsett om man vill eller inte, lita till dessa ”masker”. En 
mask kan ju tas av och åter sättas på, varför man blir osäker på vem som döljer sig bakom 
masken. ”Den andre” i vårt individualiserade senmoderna samhälle saknar ansikte. Ulrich 
Beck, som jag väljer att ta med i detta sammanhang, menar i ”Risksamhället” (2005), att det 
globala risksamhället har gjort världen till ett ”mikrosamhälle” som tvingar människan att 
själv forma sitt liv i en tillvaro med normer och värderingar som är situationsberoende och 
relativa. Tilliten till vår omvärld, antar jag därför, blir alltmer sammansatt. Tillit till andra 
människor kan inte med självklarhet längre grundas på ansikte-mot-ansikte-relation, 
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åtminstone inte i IT-sammanhang. Problematiskt blir det också för individens förhållningssätt 
till tillit till IT när hon vet, eller åtminstone tror sig veta, att internet övervakas av såväl 
statliga säkerhetstjänster som kriminella för att kartlägga personuppgifter, åsikter eller 
umgänge. I likhet med vad Foucault talar om effekten av Panopticon, nämligen att fången blir 
ständigt medveten om att han kan ses, men inte vet när, gör övervakningen av 
internetanvändarna lika effektiv, ”dess tvingande kraft utgår så att säga från andra parten - den 
som de tillämpas på” (Foucault, 2003, s. 201).  
 
 
5. Slutsatser 
Ca fem miljoner svenskar har Facebook-konto, med andra ord tillfredsställer sociala medier 
den moderna människans behov av interaktion med vänner och likasinnade. Här kan man leva 
ut sin och sina alternativa identiteter hur man vill, om man nu har tillit till sociala mediers 
säkerhet. Men där finns också risker; internet intresserar inte bara vänner och bekanta utan 
också kriminella på jakt efter personuppgifter. Även arbetsgivare söker information om 
arbetssökande på sociala medier. Jag drar därför slutsatsen, att i det senmoderna samhället, i 
samband med människornas användning av sociala medier, möjliggörs anpassning av såväl 
tillit som identitet till förutsättningar som gäller i sådana sociala sammanhang på internet. Jag 
väljer att beskriva dessa anpassningar som ”flytande tillit” och ”flytande identitet”. Jag antar, 
att interaktion på sociala medier leder till att människorna behöver förstärka sina uttryck, höja 
rösten, för att inte bli ointressanta, osynliga i cyberrymden. ”Där återhållsamhet är ett fel, där 
är likgiltighet en förbrytelse” (Lichtenberg, 1997, s.147). Durkheim förklarade betydelsen av 
solidaritet som en förutsättning för att samhället skall hållas ihop och menade, att trots 
främlingskap mellan människorna hålls samhället ändå ihop, det finns beroendeförhållanden 
mellan människorna. Durkheim skulle troligen aldrig kunna föreställa sig hur två skilda, 
samtida parallellvärldar, en faktisk verklighet och en annan, ”cybervärld”, skulle kunna 
fungera tillsammans, till viss del också vara beroende av varandra, men utan krav på 
grundläggande lika värderingar och moral. Machiavelli menade i ”Fursten” (Machiavelli, 
2008) att den som utnyttjar rävens egenskaper lyckas bäst i livet. ”Människorna är så 
enfaldiga och så villiga att lyda det som ögonblicket bjuder, att den som bedrar alltid finner 
dem som låter sig bedras” (ibid., s. 89), sade Machiavelli omedveten om internet 500 år 
senare. Jag antar, att sociala medier spelar allt större roll för unga människors 
identitetsutveckling och känslan av grupptillhörighet. Med den ”flytande identiteten” som 
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hjälp på sociala medier kan man successivt finna sin egentliga identitet. Man är, antar jag, i 
allt högre grad utlämnad till sig själv och anonyma vänner på internet för att välja sin livsstil, 
vänner och bekanta som man har en ”flytande” individtillit till. Tydligt är, enligt min mening, 
att den moderna människan har behov av att synas, publicera sig och att visa upp sig. Jag 
antar, att sociala medier socialiserar och möjligen till och med gestaltar människan. Ute i det 
hav av information som internet utgör rör sig både goda och onda aktörer. Internet skapar 
förutsättningar för hot mot den personliga integriteten, som exempelvis övervakning 
genomförd av statliga myndigheter, svenska och utländska. Vem vet? Det ligger i sakens 
natur att ingen ska veta, övervakningen och kriminaliteten är osynlig och därför riskerar att 
disciplinera internetanvändarna. Benthams Pantopticon syftade till att påverka människors 
beteenden, genom synlig övervakning kunde människorna disciplineras, var tanken. Kanske 
kommer kriminalitet och övervakning på internet att utmana tilliten till såväl internet som IT-
samhället. Vågar vi vara oss själva på sociala medier utan att bli hotade eller förtalade eller 
övervakade och kanske bestraffade? Fri åsikts- och informationsspridning på internet kanske 
kommer att begränsas i framtiden som konsekvens av denna osynliga övervakning. IT-
samhället har skapat sin egen ”självdisciplineringsagent”, ett slags elektroniskt Panopticon, 
menar jag.  
 
Min frågeställning är: – Hur kan olika teorier om tillit bidra till att förstå dagens IT-samhälle? 
Mitt förslag till svar på frågan är: Vid användning av informationsteknik och sociala medier 
möjliggörs människornas anpassning av såväl identitet som tillit till rådande förutsättningar i 
sådana sociala miljöer. Det handlar inte om att antingen ha tillit eller inte, utan man kan 
anpassa tilliten utifrån varje situation som uppkommer i det sociala sammanhanget på 
internet. Likaså anpassas identiteten till omgivningen om man ser behov av det. 
Förutsättningen för anpassning av tilliten och identiteten är anonymiteten. På nätet kan man 
agera anonymt, det saknas en ansikte-mot-ansikte-interaktion som skapar självdisciplinering; 
ögonkontakt med ”den andre” når inte fram till bildskärmen. Enligt min mening kan sociala 
medier förstås som senmoderna socialisationsagenter. 
 
 
6. Sammanfattning 
Med utgångspunkt från sociologisk teori och samhällskritisk litteratur har jag försökt att 
besvara frågeställningen: – Hur kan olika teorier om tillit bidra till att förstå dagens IT-
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samhälle? Mitt förslag till svar på frågan är: Vid användning av informationsteknik och 
sociala medier möjliggörs människornas anpassning av såväl identitet som tillit till rådande 
förutsättningar i sådana sociala miljöer. Det handlar inte om att antingen ha tillit eller inte, 
utan man kan anpassa tilliten utifrån varje situation som uppkommer i det sociala 
sammanhanget på internet. Likaså anpassas identiteten till omgivningen om man ser behov av 
det. Människor har ett behov av tillit till individer och system; utan tilliten blir vardagslivet 
komplicerat och hart när omöjligt att fungera i. Med den moderna informationstekniken har 
utvecklats nya sociala mötesplatser för människorna där de kan kommunicera med varandra. 
Fysisk närvaro är inte längre ett krav för socialt umgänge, informationstekniken ger 
möjligheter att umgås i sociala medier på internet. Sociala medier på internet kan fungera som 
socialisationsagenter, enligt min mening. Vi lever i ett IT- och risksamhälle som gör oss 
medvetna om risker och hot, men riskmedvetenheten hindrar oss dock inte att utbyta 
personliga data på sociala medier. Med informationstekniken bereds nu människorna att, 
enligt min mening, anpassa sin identitet efter de krav och möjligheter som råder på internets 
sociala medier. På liknande sätt kan man förstå människors tillit till IT och sociala medier; 
tilliten är ingen dikotomi i sociala medier på internet. Det är i denna anpassning av tilliten och 
identiteten man kan finna en förklaring, enligt min mening, till tilliten till IT och sociala 
medier. 
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