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Tableau-A I-1 Résultats consolidés des commentaires traités par cycle et des votes d’approbation de passage aux stades suivants réalisés durant le projet 
 
 
Stade # --->
2
0
.
1
2
0
.
2
2
0
.
3
3
0
.
2
4
0
.
2
Document de travail ou norme ISO publiée
Commentaires Acceptés 0 6 28 210 81 88 139 14 81 9 0 656 57%
Acc. en principe 0 2 3 0 0 1 18 5 2 3 0 34 3%
Acc. avec modif. 0 0 12 68 18 20 22 5 4 4 0 153 13%
Notés 0 1 36 95 61 13 23 3 4 5 0 241 21%
Rejetés 0 0 0 11 14 11 14 2 4 0 3 59 5%
Total de commentaires reçus par cycle : 0 9 79 384 174 133 216 29 95 21 3 1143 100%
% de commentaires reçus acceptés par cycle : - 100% 97% 92% 92% 94% 93% 96% 100% 0%
Total de commentaires reçus par stade : 0 9 770 245 116 3
% de commentaires reçus acceptés par stade : - 100% 95% 93% 98% 0%
Résultats des votes des pays participants Total % Total % Total % Total % Total % Total %
Nombre de pays inscrits 35 42 42 42 44 46
6 5 10 6 5 5 10 3 7 6 2
Soutient : Oui 9 100% 20 87% 18 86% 14 70% 14 67% 35 97%
Soutient : Non 0 0% 3 13% 3 14% 5 25% 7 33% 1 3%
s'absteint 0 13 13 16 8 10
9 23 34 35 29 36
Nombre de pays qui n'ont pas voté 0 6 8 6 15 0
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Figure-A I-3 Processus de gestion des risques de SA proposé par la méthode ASIA 
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Tableau-A VI-1 Synthèse de la revue de littérature selon les domaines, les éléments et les problématiques 
Intègre 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16
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Intégrer des controles sur : 
personnes, processus ou TI
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à l'application
Article 2004 IEEE Beznosov et Kruchten Towards Agile Security Assurance - Oui - - Ass. Sécurité Développement Ass. Sécurité Part. Part. Oui Part. - Oui - - Part. Part. Oui Oui Oui - - - - - - - - - - - - - - Part. - Oui - Oui Oui -
Article 2007 IEEE Caulkins, J.P. ; Hough, E. ; Mead, N.R. ; Osman, H. Optimizing Investments in Security Countermeasures: A Practical Tool for Fixed Budgets Oui - - - Ident. Menaces Niveau de l'application - - - - - - Oui Part. - - - - - - - - - - - - - - Oui - - - - - - - - - - - -
Article 2014 IEEE Dejun, Mu; Wei, Hu; Baolei, Mao; Bo, Ma A bottom-up approach to verifiable embedded system information flow security - Oui - - Ass. Sécurité Logiciel Tests, vérificaton et audits Part. Part. Oui Part. - Oui Part. - Part. Part. Oui Oui Oui Oui - - - - Part. Part. - - Part. Part. - - Oui Part. - Oui - Part. Part. -
Article 2006 IEEE Dianxiang Xu; Kendall E. Nygard Threat-Driven Modeling and Verification of Secure Software Using Aspect-Oriented Petri Nets - Oui - - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - Oui Part. - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - - - -
Article 2004 IEEE Evans, S. ; Heinbuch, D. ; Kyle, E. ; Piorkowski, J. ; Wallner, J. Risk-based systems security engineering: stopping attacks with intention - Oui - - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - - - - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - - - -
Article 2008 IEEE Haley, C.B. ; Laney, R. ; Moffett, J.D. ; Nuseibeh, B. Security Requirements Engineering: A Framework for Representation and Analysis - Oui - - Ass. Sécurité Niveau de l'application Ingénierie de système - Oui Part. Part. - - - - Oui - Oui - - - - - - - Part. Part. - Oui - Part. Oui - Oui - - - - - - -
Article 2007 IEEE Johnson, M.E. ; Goetz, E. Embedding Information Security into the Organization Oui - - - Gest. Risques Niveau de l'organisation - - - - Part. - - - - - - - - - - - - - - - Oui - - - Part. - - - - - - - - - -
Article 2012 IEEE Jorshari, F. Z.; Mouratidis, H.; Islam, S. Extracting security requirements from relevant laws and regulations Oui Part. - - Gest. Risques Niveau de l'organisation - - - Part. Part. - - - - - - Oui - - - - - - - Part. - - - - Part. - - Oui - - - - - - -
Article 2009 IEEE Luis Fernando Garcia; Jean-Marc Robert Preventing Layer-3 Wormhole Attacks in Ad-hoc Networks with Multipath DSR - - Oui - - Infrastructure TI - - - - - - - - - - - Part. - - - - - - - Part. - - - - - - - - - - - - - - -
Article 2010 IEEE Nunes, F.J.B. ; Belchior, A.D. ; Albuquerque, A.B. ; Security Engineering Approach to Support Software Security - Oui - - Ingénierie logiciel Logiciel Ass. Sécurité Part. Oui Oui Part. Oui Oui Part. - Oui - Oui Oui Oui Oui - - - - Part. Part. - - Part. Part. - - Part. - - Part. - Oui Oui Part.
Article 1012 IEEE Pavlidis, M.; Mouratidis, H.; Islam, S.; Kearney, P.; Dealing with trust and control: A meta-model for trustworthy information systems development - Oui - - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - - - - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - - - -
Article 2010 IEEE Peterson, G. Don't Trust and Verify: A Security Architecture Stack for the Cloud Part. - Oui - - Infrastructure TI - - - - - - - - - - - Part. - - - - - - - Part. - - - - - - - - - - - - - - -
Article 2010 IEEE Sherief, N. H.; Abdel-Hamid, A. A.; Mahar, K. M. Threat-driven modeling framework for secure software using aspect-oriented Stochastic Petri nets - Oui - - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - - - - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - - - -
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Article 2004 IEEE van Lamsweerde Elaborating Security Requirements by Construction of Intentional Anti-Models - Oui - - Ident. Menaces Logiciel - - - Part. Part. - - - - - - Oui - - - - - - - Part. Part. - - - Part. - - Oui - - - - - Oui -
Article 2005 IEEE van Wyk, K.R. ; McGraw, G. Bridging the gap between software development and information security - Oui - - - - - - - Part. - - Oui - - Oui - Oui Oui Oui Part. - - - - - - - - - - - - - - - - - - Oui -
Article 2007 IEEE Wade H. Baker ; Linda Wallace Is Information Security Under Control? - Investigating Quality in Information Security Management Oui - - Part. - - - - - - - - - Oui - - - - - - - - - - - - - Oui - - - - - - Oui - - Part. - - -
Article 2008 IEEE White, Wijesekera et Hatton Executable Misuse Case for Modeling Security Concerns - Oui - - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - - - - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - Oui - -
Article 2003 IEEE Yi Deng ; Jiacun Wang ; Tsai, J.J.P. ; Beznosov, K. An approach for modeling and analysis of security system architectures - Oui Part. - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - - - - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - Oui - -
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Article Conf. 2012 IEEE Borek, Marian; Moebius, Nina; Stenzel, Kurt; Reif, Wolfgang Model-Driven Development of Secure Service Applications - Oui - - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - - - - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - - - -
Article Conf. 2007 IEEE Gregoire, J.; Buyens, K.; De Win, B.; Scandariato, R.; Joosen, W. On the Secure Software Development Process: CLASP and SDL Compared - Oui - - - - - - - - - - - - - - - - - - - - - - - Part. Part. - - - Part. - - - - - - - - - -
Article Conf. 2009 IEEE Menzel, M.; Meinel, C. A Security Meta-model for Service-Oriented Architectures - Oui - - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - - - - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - - - -
Article Conf. 2010 IEEE Sherief, N. H.; Abdel-Hamid, A. A.; Mahar, K. M. Threat-Driven Modeling and Verification of Secure Software Using Aspect-Oriented Petri Nets - Oui - - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - - - - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - - - -
Article Conf. 2009 IEEE Walton, G. H.; Longstaff, T. A.; Linger, R. C. Computational Evaluation of Software Security Attributes - Oui - - Ingénierie logiciel Logiciel Ident. Menaces Part. - - Part. - - - - - - Oui - - - - - - - Part. Part. - - Part. Part. - - - - - - - - - -
Article Conf. 2011 IEEE Zenah, N. H. Z.; Aziz, N. A. Secure coding in software development - Oui - - Niveau de l'application Développement Programmation - Part. - Part. - Oui - - Oui - - - Oui - - Oui - - Part. - - - - Part. - - Part. Part. - - - Oui Oui -
Livre 2003 Auerbach Amanda Andress Surviving security: how to integrate people, process, and technology Oui - Part. - - Niveau de l'org. - - - - Oui Oui Oui Oui Oui Part. - Oui Part. - - - Part. - - Oui Oui - - - Oui - - Part. - - - - - Oui -
Livre 2008 Wiley Inter-Science April, A.; Abran, A. Software Maintenance Management Part. Oui - - - - - Oui - - - - Oui - - - - Oui - Oui - Oui Oui Oui Oui - - - - - - - - - - - - - - - -
Livre 2006 Prentice Hall Christopher Steel; Ramesh Nagappan; Ray Lai Core Security Patterns - Oui - - Ident. Menaces Ident. Menaces - - Oui - Part. - Oui Part. Part. Oui - - - - - - - - - Oui - Part. - - - - - Part. Part. - - - - Oui Oui
Livre 2005 McGraw Hill  Osborne Howard, M.; LeBlanc, D.; Viega, J. 19 Deadly sins of Software Security - Oui - - - - - - - - Oui - - - Part. Oui - Oui - Oui - - - - - - Part. - - - - - - Part. Part. - - - - - Oui
Livre 1998 Springer Jan Jürjens Secure Systems Development with UML - Oui - - - - Ass. Sécurité Oui Part. - - Oui Oui - - - - Oui Oui - - - - - - Oui Part. Oui - Oui Oui - - Oui Oui - - - - - -
Livre 2006 Willey Markus Schumacher; Eduardo Fernandez-Buglioni; Guane Hybertson; Frank Buschmann; Peter SommerladSecurity Patterns: integrating security and systems engineering - Part. Oui - - - - Oui - - - - - - Oui - - - - - - - - - - Part. - Part. - Oui Oui - - - - - - - - Oui -
Livre 2007 IGI Global Mouratidis, H., et P. Giorgini Integrating security and software engineering: advances and future visions - Oui Part. - Ingénierie logiciel Ingénierie de système - - - Part. - Part. Part. - Oui - - Oui Oui Oui Oui Part. Oui - - Part. - Part. - - Oui - - Oui - Part. Part. Part. Part. - -
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Livre élect. 2003 Carnegie Mellon University Carnegie Mellon University et All. Systems Security Engineering Capabil ity Maturity Model (SSE-CMM), v3.0 Oui Part. - Part. Ass. Qualité Niveau de l'organisation - Oui Oui - - - Oui - - - Oui Oui Oui Oui Oui - - - - Oui - Oui - Oui Oui - - - Oui - - - - - -
Livre élect. 2009 CC Group CC Group Common Criteria for Information Technology Security Evaluation, v3.1 Part. Part. - Oui Ass. Qualité Niveau de l'application Tests, vérificaton et audits Oui Oui - Oui - Part. - Part. Oui - - - - - - - - - Oui - Oui - Oui Oui - - - Oui - - - - - Part.
Livre élect. 2006 Department of Homeland Security Department of Homeland Security Security in the software lifecycle - Making Software Development Processes - and Software Produced by Them - More Secure - Oui - - Maturité de processus Développement Ingénierie logiciel Part. Part. Oui Oui Part. Oui - - Part. - Oui Oui Oui Oui - Part. - - - Oui - - Part. Oui - - Part. - Part. - - - - -
Livre élect. 2010 Gary McGraw, Brian Chess, Sammy Migues Building Security In Maturity Model - BSIMM2 Oui Part. - Part. Ass. Sécurité Niveau de l'application Ass. Qualité Part. Oui Part. - Part. Oui Part. - Oui - Oui Oui Oui Oui - - - - Oui - Oui - Part. Oui - - Oui Oui - - Part. - Part. -
Norme et PR 2004 Bureau conseil de la DCSSI Bureau conseil  de la DCSSI EBIOS - Expression des Besoins et Identification des Objectifs de Sécurité Oui - - Part. Gest. Risques Niveau de l'organisation Gest. Risques Oui - - Oui - Oui - - Oui - - - - - - - - - - Oui - Oui Oui Oui - - - - - - - - Oui -
Norme et PR 2005 CLUSIF CLUSIF MEHARI V3 - Manuel de référence des services de sécurité Oui - - Part. Gest. Risques Niveau de l'organisation Gest. Risques Oui - - Oui - Oui - - Oui - - - - - - - - - - Oui - Oui Oui Oui - - - - - - - - Oui -
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Norme et PR 2010 Microsoft Microsoft Security Development Lifecycle – Simplified Implementation of the Microsoft SDL - Oui - - Ident. Menaces Développement Développement Oui Part. Oui Oui Oui Oui Part. Part. Oui - Oui Oui Oui Part. Part. - - - Oui Part. Oui Part. Oui Oui Part. Part. Part. Part. Part. Oui Part. Oui Oui Part.
Norme et PR 2002 OCDE OCDE Lignes directrices de l'OCDE régissant la sécurité des systèmes et réseaux d'information : vers une culture de la sécurité Oui - - - Gest. Risques Niveau de l'organisation - - - - Oui - - - - - - - - - - - - - - - - - - - Oui - - - - - - - - - -
Norme et PR 2007 Gouvernement américain OGC - Office of Government Commerce The Official Introduction to the ITIL Service Lifecycle Part. - Oui Part. Ident. Menaces Infrastructure TI Ass. Qualité Part. Oui - - Part. Oui - - Oui - - - - Part. Oui Part. - - - Part. Oui - Oui Oui - - - - Part. - - - Part. -
Norme et PR 2005 OWASP OWASP A Guide to Building Secure Web Applications and Web Services, v2.0 - Oui - - Niveau de l'application Développement - - - - - - Oui - - Oui - Oui Oui Oui Oui - - - - Part. - - - Part. Part. - - Oui Part. - - - Oui Part. -
Norme et PR 2006 OWASP OWASP CLASP Project (Comprehensive, Lightweight Application Security Process) v1.2 - Concepts - Oui - - Niveau de l'application Développement Développement Part. Oui - Oui - Oui - - Oui - Oui Oui Oui Oui - Oui - - Part. Oui - Oui Part. Oui - - Oui - - - - Oui Oui -
Norme et PR 2008 OWASP OWASP OWASP Code Review Guide v1.1 - Oui - - Niveau de l'application Développement Tests, vérificaton et audits - Part. - Part. - Oui - - Oui - - - Oui Part. - - - - Part. Part. - - - Part. - - Part. - - - - Oui - -
Norme et PR 2010 OWASP OWASP OWASP Secure Coding Practices - Quick Reference Guide v2.0 - Oui - - Niveau de l'application Développement Programmation - Part. - Part. - Oui - - Oui - - - Oui - - Oui - - Part. - - - - Part. - - Part. Part. - - - Oui Oui -
Norme et PR 2006 OWASP OWASP OWASP Secure Coding Principles - Oui - - Niveau de l'application Développement Programmation - Part. - Part. - Oui - - Oui - - - Oui - - Oui - - Part. - - - - Part. - - Part. Part. - - - Oui Oui -
Norme et PR 2008 OWASP OWASP OWASP Testing Guide v3.0 - Oui - - Niveau de l'application Développement Tests, vérificaton et audits - Part. - Part. - Oui - - Oui - - Part. Oui Oui - Oui - - Part. - - - - Part. - - Part. Part. - - - Oui Oui -
Norme et PR 2013 OWASP OWASP OWASP Top 10 - 2013; Les Dix Risques de Sécurité Applicatifs Web les Plus Critiques - Oui - - Niveau de l'application Développement - - - - Oui - Oui - - - - - Oui Oui - - - - - Part. Oui - - - Part. - - - - - - - Part. Oui -
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Norme et PR 2006 SEI Software Engineering Institute (SEI) CMMI® for Development, Version 1.2  (CMMI-DEV) Oui - - - Ass. Qualité Niveau de l'application Maturité de processus Oui Oui - - - Oui - - Oui - - - - - - - - - - - Oui - Oui Oui - - - - - - - - - -
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Figure-A XVII 1 Processus de gestion des risques de SA proposé par la méthode ASIA
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Figure-A IV-2 Représentation du modèle de mesure de l’information de la méthode ASIA
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Figure-A II-1 Vision globale sommaire des liens qui relient les éléments clés du modèle SA
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