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La investigación titulada “Sistema de Gestión de Seguridad de la Información y la Gestión 
del Riesgo en el Ministerio de Salud, 2019.”, tuvo como objetivo medir la influencia de la 
aplicación de un sistema de gestión de seguridad de la información en la gestión del riesgo.  
 
La investigación realizada tuvo un método hipotético deductivo, con un enfoque 
cuantitativo de tipo aplicada, de nivel correlacional y corte longitudinal. La población estuvo 
formada por 145 trabajadores de la Unidad de Gestión de Inversiones de Reconstrucción con 
Cambios del Ministerio de Salud. Los datos fueron recolectados mediante la aplicación de 
dos instrumentos para medir las variables. Para analizar los resultados se utilizó el estadístico 
de Rho de Spearman que nos permitió para validar las hipótesis a partir de los datos 
obtenidos mediante la aplicación de los instrumentos.  
 
Los resultados evidenciaron que existe una relación positiva y significativa entre las 
variables Gestión del Riesgo y Sistemas de Gestión de la Seguridad de la Información.  
 







The research entitled “Information Security Management System and Risk Management in 
the Ministry of Health, 2019”, aimed to measure the influence of the application of an 
information security management system in the management of information risk. 
 
The research carried out has a hypothetical deductive method, with a quantitative 
approach of applied type, correlational level and longitudinal section. The population is 
made up of 145 workers from the Change Management Unit for Reconstruction Investments 
of the Ministry of Health. Data have been collected by applying two instruments to measure 
the variables. To analyze the results, the Spearman Rho statistic was used, which allowed us 
to validate the hypotheses from the data obtained through the application of the instruments. 
 
The results showed that there is a positive and significant relationship between the 
variables Risk Management and Information Security Management Systems. 
 





Los Sistemas de Gestión de Seguridad de la Información nunca han sido considerados en 
épocas anteriores como un elemento importante en una organización. Sin embargo, hoy 
genera el interés de los directivos tanto de negocio como de TI en las instituciones públicas 
y privadas, como consecuencia de todo el avance tecnológico que estamos viviendo. Tener 
información valiosa al alcance de cualquier usuario puede ser perjudicial por estar expuesto 
a una posible eliminación, publicación de contenidos privados, etc. Si bien es cierto que la 
información de una organización debe estar alcance de todos, esto no quiere decir que toda 
la información va estar a libre disposición de las personas. Es por eso que cada organización 
estala en el Perú implemento un espacio en la web donde se almacena información de uso 
público (Portal de Transparencia), con el fin de disminuir posibles acciones que vayan en 
contra de la organización gubernamentales. Según Ponemon (2017) las principales causas 
de alteración de nuestra información son el ataque intencionado (47%), interrupción en los 
programas (25%) junto a la falla humana (28%). Según el autor se calcula que el costo total 
promedio vinculado a la perdida de información es de 4,67 millones de dólares, 
presentándose una disminución del 10% respecto al año anterior con tendencia a la baja, 
según se va avanzado en la definición por parte de los países de marcos normativos que 
permitan el uso de Sistemas de Gestión de Seguridad de la Información (en adelante lo 
llamaremos SGSI) en sus organizaciones.  
 
Según publica RPP (2014), el 22 de mayo del 2014 se sufrió de una interrupción el 
sistema informático del área de migraciones del Aeropuerto Internacional Jorge Chávez, 
teniendo como consecuencia la pérdida de vuelos y un valor monetario incalculable para los 
usuarios y las aerolíneas, poniendo en evidencia la carencia de SGSI en nuestro país a pesar 
de que desde el año 2003 el Instituto Nacional de Defensa de la Competencia y de la 
Protección de la Propiedad Intelectual (en adelante lo llamaremos INDECOPI) había creado 
la NTP-ISO/IEC 27001:2003 que determina los lineamientos procedimentales para la 
implementación de SGSI en el Perú y cuya última versión ha sido aprobada en el año 2018 
con el nombre NTP-ISO/IEC 27001:2018. Algo similar sucedió con la Gestión de Riegos, 
esto se puedo apreciar en la falta de acciones para minimizar los riegos como consecuencia 
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del Niño Costero que arraso la costa norte afectando a muchas familias y comunidades en el 
año 2017.  
Según el informe de riesgos del Programa de las Naciones Unidas para el Desarrollo 
(PNUD) del año 2018, nos muestra que a nivel de salud nos situamos antepenúltimos de 13 
países evaluados, pese a que en el año 2011 se forma el Sistema Nacional de Gestión de 
Riesgos y Desastres mediante la ley N° 29664 con el fin de ser el ente que permita el estudio 
de políticas de gestión del riesgo para el sector salud. Según el artículo Gestión (2013), el 
Perú no poseía una adecuada gestión de riesgos en el sector salud a pesar de su crecimiento 
económico.  
 
Es frente a esta realidad que a finales del año 2018 se crea la Dirección General de 
Gestión del Riesgo de Desastres (en adelante lo llamaremos DIGERD) que desde entonces 
es el órgano encargado del desarrollo de la Política Nacional de la Gestión del Riesgo de 
Desastres, según menciona la página web del Ministerio de Salud (en adelante lo llamaremos 
MINSA), pero ante la falta de un marco normativo el INDECOPI crea la NTP-ISO 
31000:2018, estableciendo los lineamientos que se deben de seguir en el país por parte de 
las entidades público-privadas para la implementación de los Sistemas de Gestión de Riesgos 
(en adelante lo llamaremos SGR). Es con este marco normativo que la DIGERD implementa 
las políticas y lineamientos para hacer frente a los riesgos en nuestro país. Por otro lado, se 
tiene que el MINSA durante el año 2019 culminó la implementación de su SGSI basándose 
en la NTP-ISO/IEC 27001:2018, la implementación fue ordenada bajo resolución ministerial 
N° 580-2016/MINSA del año 2016. Es así que a la fecha podríamos decir que el MINSA 
posee un SGSI y un SGR recién implementados, habiéndose cumplido irrestrictamente todos 
los lineamientos que sus respectivas normas establecen y serán sometidos a un proceso de 
certificación durante el año 2020. 
 
Sin embargo, al ser sistemas recién implementados se desconocía la forma en que 
ambos se relacionaban entre sí. Según manifiesta Betacourt (2018) la planificación en 
conjunto de implementaciones de SGSI y Gestión del Riesgo es necesaria para evitar la 
colisión de los alcances que dichas implementaciones poseen según sus respectivas ISOs. 
Esto de por si constituía un problema, pues no se contaba con algún estudio que determinara 
de qué manera el desempeño de uno podría estar afectando al desempeño del otro. Durante 
el verano del 2017, las regiones de Piura y Tumbes sufrieron el peor fenómeno del Niño de 
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su historia donde la ciudad de Piura (capital de la región con el mismo nombre) sufre el 
desborde del rio, que trajo consigo una inundación en la ciudad de tal magnitud que el 
Hospital Regional de Piura perdió el legajo de los documentos de las historias clínicas de 
sus pacientes en un 45%. Como consecuencia de esto, durante las etapas de reconstrucción 
que dicho nosocomio ha tenido, se incluyó la recuperación de dichos archivos, sin embargo, 
estos trabajos que debieron culminarse a fines del año 2019 no han podido ser completados 
debido a las políticas restrictivas y poco flexibles que el SGSI posee y que entran en 
contradicción con los lineamientos que el sistema de Gestión de Riesgo implementado exige 
respecto al manejo y archivado de la documentación.  Es por ende que el presente estudio 
pretendió determinar la relación existente entre estos dos sistemas y así tener una base teórica 
más amplia que permita entender su comportamiento en conjunto y que pueda usarse como 
precedente para el mejoramiento y adecuación que pudieran tener en el futuro la NTP para 
la implementación de estos sistemas. 
 
En cuanto a las teorías relacionadas a nuestras variables de estudio debemos 
mencionar a Ríos (2014), quien define los SGSI como un framework para gestionar la 
información de una organización y esta esté siempre a buen recaudo. Este framework se basa 
en lineamientos que definen las funciones de las personas, las fases de los procesos y los 
programas computacionales mediante la aplicación de procedimientos de administración de 
estos recursos. Según este autor la implementación de un SGSI debe realizarse mediante el 
cumplimiento de sus 14 dominios para alcanzar los 34 objetivos que están claramente 
establecidos en la ISO:27001. Por otro lado, según consigna en su página web la empresa 
certificadora SGS, una empresa que decide optar por la certificación del estándar ISO:27001 
de un SGSI debe haber cumplido para el caso del Perú, con los 14 dominios y 34 objetivos 
establecidos en la Norma Técnica Peruana (en adelante la llamaremos NTP) documento que 
se constituye en el marco metodológico para su implementación. 
 
Según lo establecido en el NTP-ISO/IEC 27001:2018 estos dominios son los 
siguientes: Dominio 1 Políticas de Seguridad: Esta dimensión está vinculada a la 
implementación de políticas orientadas al aseguramiento de la información. Dominio 2 
Aspectos Organizativos de la Seguridad de la Información: Establece la forma en que una 
institución introduce en la cultura organizacional el aseguramiento de la información. 
Dominio 3 Seguridad Ligada a los Recursos Humanos: Es la forma en la que la institución 
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implementa controles para el personal que labora en ella en las diferentes etapas de la vida 
laboral del colaborador, es decir desde su contratación hasta su salida. Dominio 4 Gestión 
de Activos: Establece los lineamientos bajo los cuales se Gestionan los recursos de la 
organización y su interacción con los colaboradores. Domino 5 Control de Acceso: Establece 
los lineamientos bajo los cuales se Gestionan el uso de los activos de la institución por parte 
de los colaboradores. Domino 6 Cifrado de Información: Determina las técnicas a utilizar 
por la entidad en la encriptación de la información sensible. Domino 7 Seguridad Física y 
Ambiental: Aquí se determina la forma que los activos de entidad se ubicaran físicamente y 
bajo qué condiciones. Domino 8 Seguridad Operativa: Establece los mecanismos que la 
entidad implementa para protegerse de posibles pérdidas de información. Domino 9 
Seguridad en las Telecomunicaciones: Establece los mecanismos en que será compartida la 
información entre los colaboradores externos e internos de la organización. Domino 10 
Compra, Elaboración y Soporte de los Sistemas de Información: Tiene que ver con la forma 
en se Gestionan los proyectos de desarrollo de software tanto para los proyectos internos 
como los de outsourcing. Domino 11 Relaciones con Suministradores: Son los diferentes 
lineamientos dirigidos al control de los proveedores de servicios de la entidad. Domino 12 
Gestión de Incidentes en la Seguridad de la Información: Son el conjunto de políticas que la 
entidad debe implementar para recuperarse frente a los incidentes que se presentan como 
consecuencia del desarrollo de sus actividades. Domino 13 Aspectos de Seguridad de la 
Información en la Gestión de la Continuidad del Negocio: Tiene que ver con las acciones a 
tomar luego de presentado un incidente que pone en riesgo la información de la entidad. 
Domino 14 Cumplimiento: Tiene que ver con las acciones orientadas a la supervisión y 
cumplimiento de las medidas de seguridad implementadas.  
 
Por otro lado, para el entendimiento teórico de nuestra variable 2 la implementación y 
estudio de los SGR, recurrimos a lo manifestado por Velásquez, Velásquez, Velásquez y 
Villa (2017), quienes indican que la implementación de un SGR está claramente normada 
por la ISO:31000 siendo esta una base sólida para el establecimiento de dichos procesos. 
También tenemos el caso de Rivero (2017), quien manifiesta que toda implementación de 
un SGR no debe para nada alejarse de lo establecido universalmente por la respectiva norma 
ISO. Según Moscoso, Esau y Soto (2018) la implementación de un SGR en nuestro país está 
regulada por la NTP-ISO 31000:2018. Esto mismo es manifestado por Celi (2016), quien 
indica que para las implementaciones en nuestro país de un SGR toda organización debe 
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recurrir a lo establecido por la NTP que es el marco normativo valido en nuestro país según 
lo establecido por las leyes en el Perú. Según este mismo autor, un SGR se describe como 
un framework que evalúa, orienta y supervisa el riesgo determinando puntos de control y de 
acción correctiva que deben ser implementados con el fin de garantizar que se cuente con el 
tratamiento adecuado según el tipo de riesgo que se pueda presentar en una organización.  
 
Según lo establecido por la NTP, los SGR permiten manejar la incertidumbre respecto 
una amenaza, mediante un conjunto de acciones que permiten la identificación, el análisis y 
la evaluación de riesgo, estableciendo sus correctivos respectivos. Estas acciones permiten 
transferir el riesgo a otra parte, evitándolo o reduciendo el impacto negativo. Además, 
considera que los SGR son el conjunto de acciones que permiten identificar, analizar y 
cuantificar un desastre, mediante el uso de acciones de evaluación, orientación y supervisión.  
 
Para la NTP, sus alcances u objetivos están agrupados en 3 dominios de aplicación. 
Estos dominios o dimensiones son los siguientes según su grado de relevancia: Dimensión 
1 Evaluación, considerado como las fases dirigidas a la identificación del riesgo 
estableciendo su prioridad la ejecución del respectivo correctivo. Dimensión 2 Orientación, 
La norma la considera como el conjunto de principios que ofrecen una dirección a los riesgos 
explicando la intención y propósito de los correctivos. Estos principios la razón de la 
existencia de los SGR y permiten a una organización minimizar la incertidumbre sobre los 
procesos propios de la organización. Dimensión 3 Supervisión, esta otra parte fundamental 
de los SGR permitiendo alinear el control sobre los riesgos, en cumplimiento de los objetivos 
organizacionales. Por otro lado, menciona que en la supervisión deben coexistir el personal 
y la alta dirección, estableciendo estrategias donde no solo incluyan las dificultades actuales, 
sino que también las futuras. 
 
Para la fundamentación de nuestra investigación se recurrió a trabajos precedentes que 
nos permitan entender el comportamiento de estos dos sistemas independientes. Dentro de 
los antecedentes nacionales tenemos a Moscoso, Esaú y Soto (2018) en su trabajo “Modelo 
de Gestión de Riesgos de TI que contribuye a la Operación de los procesos de Gestión 
Comercial de las Empresas del Sector de Saneamiento del Norte del Perú” de diseño 
descriptivo, tuvo como objetivo mejorar los procesos de gestión comercial a través del 
desarrollo de un modelo de gestión de riesgos de TI adecuado a las empresas de saneamiento 
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del norte del Perú. El autor concluye que el modelo de gestión de riesgos de TI propuesto 
aporto para la identificación de los riegos y categorizarlos para su intervención. 
 
También está el estudio de Baca (2016), cuyo trabajo “Diseño de un Sistema de 
Gestión de la Seguridad de la Información para la Unidad de Gestión Educativa Local – 
Chiclayo”, con un diseño pre experimental, para implementar un SGSI basándose en la 
norma ISO/IEC 27001:2013 e ISO/IEC 27002:2013, integrado a COBIT 5. En su 
investigación el autor concluye un SGSI permite mejorar la situación actual que vive la 
entidad respecto al uso de la información, debido a la generación de una efectiva 
administración de la información.  
 
Tenemos también el caso de Seclén (2016), y su trabajo “Factores que afectan la 
implementación del sistema de gestión de seguridad de la información en las entidades 
públicas peruanas de acuerdo a la NTP-ISO/IEC 27001”, descriptivo con enfoque 
cualitativo, que tuvo por objetivo determinar los niveles de madurez de las entidades 
públicas que han implementado un SGSI y que factores influyen en su correcto desarrollo. 
El autor concluye que las entidades enfrentan múltiples desafíos luego de su 
implementación, recomendando su no implementación cuando no se cuenta con procesos 
claramente definidos o funciones no perfectamente definidas.  
 
Esta también el estudio de Tarrillo (2015), con su trabajo “Influencia de la Gestión de 
Riesgo en la seguridad de Activos de Información de la zona Registral III Sede Moyobamba, 
2015”, de diseño correlacional descriptivo y de tipo no experimental, que tuvo por objetivo 
conocer un SGR afecta a los activos informáticos. El autor concluye que existe influencia 
del SGR sobre los activos de información de forma significativa y positiva.  
 
También tenemos el caso de Córdova, Morales y Samamé (2015), en su trabajo 
“Desarrollo de un SGSI para los Colegios Profesionales en la Región Lambayeque. Caso de 
estudio: Colegio de Ingenieros”, con diseño pre experimental que tuvo por objetivo usar la 
norma ISO 27001 para la implementación de un SGSI. Los autores concluyen que la 
implementación del SGSI les permitió asegurar que en un futuro se podrá actuar de una 
manera asertiva y proactiva; para tener la capacidad de reaccionar con rapidez ante cualquier 
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incidente que afecta a los Sistemas de Información, recomendando realizar estudios de 
impacto sobre los riesgos a los que pueda ser sometidos los activos de información. 
  
Respecto a los antecedentes internacionales tenemos a Casadesús (2018) en su trabajo 
“La Gestión del Riesgo Aplicada a la Gestión de Documentos y su Impacto en la Rendición 
de Cuentas Públicas”, con diseño correlacional y enfoque cuantitativo, cuyo objetivo fue 
medir el impacto un SGR en los sistemas de gestión documental en las organizaciones 
públicas de Barcelona. El autor concluye que existe una estrecha y positiva relación entre el 
SGR y la rendición publica, demostrando que un SGR mejora considerablemente los activos 
de información debido a su relación significativa y directamente proporcional.  
 
Valencia y Orozco (2017) que en su trabajo “Metodología para la implementación de 
un Sistema de Gestión de Seguridad de la Información basado en la familia de normas 
ISO/IEC 27000” con diseño descriptivo, tuvo por objetivo proponer una SGSI con énfasis 
en las ISO 27001, 27002, 27005 y 27003. En este trabajo el autor concluye que, la cantidad 
de normas de la ISO/IEC 27000 vuelve complejo el proceso de desarrollo un SGR. Por ende, 
su investigación busco establecer un marco metodológico para su implementación.  
 
Bernal (2017), “Propuesta de un Plan de Gestión de Riesgos y Gestión Ética para el 
Departamento de Tecnologías en el Sector Educativo”, con diseño descriptivo cualitativo, 
cuyo objetivo fue identificar los principales riesgos de TI para el desarrollo de un SGR 
basado en la ISO 31000:2011 (ISO, 2017), donde el autor concluye que, es necesario 
elaborar un plan estratégico previo y único que sirva de base a las organizaciones educativas 
para minimizar las amenazas a la información y alcanzar los estándares internacionales 
vinculados a la implementación de un SGR.  
 
También está el caso de De Souza (2016), en su investigación “Guía de Apoyo a la 
Implementación de la Norma ISO 31000 para la Gestión de Riesgos de TI: Un Caso de 
Estudio en IFTO”, de diseño exploratorio y enfoque cualitativo, cuyo objetivo fue el 
establecer un marco metodológico para la facilitar el desarrollo de un SGR en TI. El autor 
concluye que gerenciar y controlar los riesgos relacionados a las actividades de los sectores 
de TI en las organizaciones públicas del Brasil son un gran reto y su estudio según los 
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especialistas consultados, cumple con los objetivos y entrega un marco metodológico valido 
para su implementación.  
 
Esta el caso de Fassheber (2016) y su investigación “Análisis de Madurez de Gestión 
de Riesgos en el Ministerio de Planeamiento: Proponer y Aplicar un Instrumento de 
Evaluación Orientada a Procesos de TI”, de diseño descriptivo y enfoque cualitativo, cuyo 
objetivo es diseñar un instrumento para cuantificar la madurez en gestión de riesgos en los 
procesos de TI. El autor concluye que, en su estudio hacen entrega de un instrumento que 
parte de un modelo comparativo entre los diversos modelos de madurez existentes, desde los 
genéricos hasta los frameworks tradicionales para poder establecer un modelo propio de 
medición que se ha ajustado perfectamente a la realidad de la entidad pública objeto de 
estudio. 
 
Nuestro trabajo de investigación tiene como justificaciones del estudio lo siguiente: 
Como Justificación Teórica, tenemos el analizar el SGSI en el MINSA, basándose en la 
NTP-ISO/IEC 27001:2018 y su relación con el SGR normado por el estándar NTP-ISO 
31000:2018, de forma tal que nuestros resultados incorporen nuevos conocimientos a la 
comunidad científica sobre el aseguramiento de la información y su relación con la gestión 
de riesgos.   
 
Como Justificación Práctica tenemos que se carece de un estudio que permita 
corroborar la existencia o no de relación entre nuestras variables, que sirva como marco de 
referencia para posteriores estudios con el fin analizar el impacto de la implementación de 
SGSI en las Gestiones del riesgo. Como Justificación Metodológica tenemos que para 
alcanzar los objetivos de la investigación se aplicó una investigación de nivel correlacional 
con un diseño no experimental de corte transeccional.  
 
El marco teórico se constituye en el fundamento para la operacionalización de las 
variables en dimensiones, indicadores y será determinante en la elaboración de un 
instrumento de medición, que será validado por juicio de expertos y se comprobará su 
funcionamiento mediante una prueba piloto con la que se medirá su confiabilidad. El 
cuestionario aplicado permitió la recolección de datos que fueron posteriormente analizados 
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mediante el programa SPSS v22 para corroborar las hipótesis planteadas en esta 
investigación. 
 
En nuestra investigación tenemos como problema principal ¿Cuál es la relación que 
existe entre el Sistema de Gestión de Seguridad de la Información y la Gestión del Riesgo 
del Ministerio de Salud, 2019? Asimismo, como problemas secundarios fueron ¿Cuál es la 
relación que existe entre Sistema de Gestión de Seguridad de la Información y la Gestión 
del Riesgo del Ministerio de Salud respecto a la Evaluación, 2019?, ¿Cuál es la relación que 
existe entre Sistema de Gestión de Seguridad de la Información y la Gestión del Riesgo del 
Ministerio de Salud respecto a la Orientación, 2019?, ¿Cuál es la relación que existe entre 
Sistema de Gestión de Seguridad de la Información y la Gestión del Riesgo del Ministerio 
de Salud respecto a la Supervisión, 2019?. 
 
En cuanto a los objetivos tenemos como objetivo principal, Identificar la relación que 
existe entre el Sistema de Gestión de Seguridad de la Información del Ministerio de Salud y 
la Gestión del Riesgo, 2019. Asimismo, como objetivos secundarios tenemos: Identificar la 
relación que existe entre el Sistema de Gestión de Seguridad de la Información y la Gestión 
del Riesgo del Ministerio de Salud respecto a la Evaluación, 2019, Identificar la relación que 
existe entre el Sistema de Gestión de Seguridad de la Información y la Gestión del Riesgo 
del Ministerio de Salud respecto a la Orientación, 2019, Identificar la relación que existe 
entre el Sistema de Gestión de Seguridad de la Información y la Gestión del Riesgo del 
Ministerio de Salud respecto a la Supervisión, 2019. 
 
Respecto a las hipótesis tenemos como hipótesis principal, El Sistema de Gestión de 
Seguridad de la Información está relacionada con la Gestión del Riesgo del Ministerio de 
Salud, 2019. Asimismo, como hipótesis secundarias tenemos: El Sistema de Gestión de 
Seguridad de la Información está relacionada con la Gestión del Riesgo del Ministerio de 
Salud respecto a la dimensión Evaluación, 2019, El Sistema de Gestión de Seguridad de la 
Información está relacionada con la Gestión del Riesgo del Ministerio de Salud respecto a 
la dimensión Orientación, 2019, El Sistema de Gestión de Seguridad de la Información está 
relacionada con la Gestión del Riesgo del Ministerio de Salud respecto a la dimensión 
Supervisión, 2019.  
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II. Método 
2.1. Tipo y diseño de investigación 
Nuestro trabajo está basado en un enfoque cuantitativo, de acuerdo al método deductivo 
teniendo como variables: Sistema de Gestión de Seguridad de la Información y Gestión del 
Riesgo, permitiendo establecer nuestras hipótesis respecto a lo que pretendíamos demostrar. 
Esto debido a que se han utilizado datos para la corroboración de la hipótesis. Según 
Baptista, Fernández y Hernández (2014), este tipo de estudio se basa en una medición 
matemática y el estudio de los datos por métodos estadísticos con el fin de establecer los 
comportamientos que nos permitan demostrar nuestras hipótesis. 
 
Se ha tomado como diseño el Correlacional no experimental con corte transeccional. 
Es no experimental debido a la falta de manipulación de las variables, las que se analizaron 
de manera intacta. Es transeccional porque la captura de datos se ejecutó a través de la 
aplicación de instrumentos en un solo instante de tiempo.  
 
Para Baptista, Hernández y Fernández (2014) los estudios no experimentales son 
aquellos donde las variables no son alteradas o manipuladas. Para estos mismos autores el 
diseño transeccional captura los datos en un tiempo único.  
 
2.2. Operacionalización 
En este apartado desarrollamos los conceptos o definiciones específicas de los temas o 
palabras claves que se usaron en la investigación, y que están relacionados con las variables 
y sus dimensiones según Baptista, Fernández y Hernández (2014). 
 
2.2.1. Definición conceptual 
SGSI.  
Un SGSI, está definido como un framework normado internacionalmente por la ISO 27001 
cuyo enfoque está dirigido a sostener la integridad de la información. En nuestro país está 
regido por la NTP, que es la base sobre la cual todo SGSI se rige para su implementación a 
nivel gubernamental y privado. Según la NTP-ISO/IEC 27001:2018, los SGSI permiten 
“gestionar de forma adecuada los activos de información, para lo cual se debe hacer uso de 
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un procedimiento único a toda la entidad, con el fin de minimizar los riesgos siendo esto el 
fundamento de un SGSI” (p. 28). 
 
SGR.  
Para la NTP-ISO/IEC 31000:2018, un SGR “permite manejar la incertidumbre respecto una 
amenaza, mediante un conjunto de acciones que permiten la identificación, el análisis y 
la evaluación de riesgo, estableciendo sus correctivos respectivos” (p. 20). Esta norma es la 
rige en nuestro país para, el análisis, implementación y evaluación del riesgo, definiendo un 
conjunto de estrategias dirigidas a mitigación de todo factor de amenaza. Es bajo este 
contexto que esta norma sienta las bases para su uso en nuestro país. 
 
2.2.2. Definición operacional 
SGSI. 
Según la NTP-ISO/IEC 27001:2018, este framework se compone con 14 dominios de 
aplicación, 34 objetivos y 144 protocolos de control. “Estos dominios abarcan la totalidad 
de ámbitos organizacionales susceptibles a sufrir algún daño a sus procesos de informáticos” 
(p. 32). Para el presenta trabajo se han tomado los dominios como dimensiones de la variable 
SGSI ya es a través de ellos que se define su ámbito de aplicación. Por otro lado, los objetivos 
que según la NTP estable los alcances que debe de contener toda implementación SGSI, 
razón por la cual se han tomado los objetivos como indicadores para el presente trabajo. 
 
Gestión del Riesgo. 
Según la NTP-ISO/IEC 31000:2018, “los SGR necesitan de una base que permita la gestión 
de los riesgos, el cual se agrupa en 3 dominios de aplicación que son la Evaluación, 
Orientación y Supervisión, que están ordenados según su grado de importancia” (p. 6). Estos 
dominios son los que se han tomado como dimensiones para el estudio de esta variable y sus 
respectivos objetivos como indicadores.
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 Tabla 1 
Matriz Operacional de la Variable SGSI 
Dimensiones Indicadores Ítem 
Escala  
de valoración 
Niveles y Rangos 
Políticas de 
Seguridad 
✓ Directrices de la Dirección en 
seguridad de la información. 
1 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 







de la Seguridad 
de la 
Información  
✓ Organización interna. 
✓ Dispositivos para movilidad y 
teletrabajo. 
2-3 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(4) Nunca. 
(5) A veces. 






Ligada a los 
Recursos 
Humanos 
✓ Antes de la contratación. 
✓ Durante la contratación. 
✓ Cese o cambio de puesto de 
trabajo. 4-6 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 







✓ Responsabilidad sobre los 
activos. 
✓ Clasificación de la información. 
✓ Manejo de los soportes de 
almacenamiento. 
7-9 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 







✓ Requisitos de negocio para el 
control de accesos. 
✓ Gestión de acceso de usuario. 
✓ Responsabilidades del usuario. 




Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 








✓ Controles Criptográficos 
14 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 








✓ Áreas seguras. 
✓ Seguridad de los equipos 
15-16 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 







✓ Responsabilidades y 
procedimientos de operación. 
✓ Protección contra código 
malicioso. 
✓ Copias de seguridad. 
✓ Control del software en 
explotación. 
✓ Gestión de la vulnerabilidad 
técnica. 
✓ Consideraciones de las auditorías 
de los sistemas de información. 
17-22 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 





Seguridad en las 
Telecomunicaci
ones 
✓ Gestión de la seguridad en las 
redes. 
✓ Intercambio de información con 
partes externas. 23-24 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 








de los Sistemas 
de Información 
✓ Requisitos de seguridad de los 
sistemas de información. 
✓ Seguridad en los procesos de 
desarrollo y soporte. 
✓ Datos de prueba. 
25-27 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 










✓ Seguridad de la información en 
las relaciones con 
suministradores. 
✓ Gestión de la prestación del 
servicio por suministradores. 
28-29 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 






Incidentes en la 
Seguridad de la 
Información. 
✓ Gestión de incidentes de 
seguridad de la información y 
mejoras. 
30 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 






Seguridad de la 
Información en 
la Gestión de la 
Continuidad del 
Negocio. 




Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 






✓ Cumplimiento de los requisitos 
legales y contractuales. 
✓ Revisiones de la seguridad de la 
información. 33-34 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 







Matriz Operacional de la Variable SGR 









Niveles y Rangos 
Evaluación 
✓ Niveles de riesgo relacionados a las TI. 
✓ Umbrales de tolerancia. 
✓ Riesgos empresariales. 
✓ Decisiones estratégicas. 
✓ Valoración según estándares. 
✓ Recuperación y tolerancia ante perdidas de TI. 
1-6 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 






✓ Oportunidades e impactos potenciales. 
✓ Decisiones y operaciones estratégicas. 
✓ Elaboración de planes. 
✓ Capacidad de respuesta  
7-10 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 






✓ Umbrales de apetito. 
✓ Metas y métricas clave. 
✓ Objetivos identificados. 
✓ Consejo o comité de dirección. 
11-14 
Pregunta cerrada politómica   
Escala ordinal de Likert 
(0) Nunca. 
(1) A veces. 






2.3. Población, muestra y muestreo 
Población. 
Se ha considerado a los 145 trabajadores pertenecientes a la Unidad de Gestión de 
Inversiones de Reconstrucción con Cambios, que es la dependencia del Ministerio de Salud 
donde se realizó el estudio. Según Baptista, Fernández y Hernández (2014) una población 
se define como aquel grupo de fenómenos a examinar, donde los entes de la población tienen 
una particularidad igualitaria a la cual se investiga. 
 
Muestra. 
Estuvo formada por los 145 trabajadores administrativos de la Unidad de Gestión de 
Inversiones de Reconstrucción con Cambios como técnica censal y tipo no probabilístico 
intencional. Según Baptista, Fernández y Hernández (2014) es aquel sub grupo de la 
población sobre los cuales se realizará la captura de datos.  
 
2.4. Técnicas e instrumentos de recolección de datos, validez y confiabilidad  
 
Técnica de recolección de datos. 
La encuesta fue usada como técnica mediante la aplicación de un cuestionario. Según 
Baptista, Fernández y Hernández (2014) los cuestionarios son aquel conjunto de preguntas 
con un número codificado de respuestas para las variables objeto del estudio.  
 
Tabla 3 
Tipos de Técnicas e Instrumentos Usados en la Recolección de Datos 
Técnicas Instrumentos 
Encuesta Cuestionario 
Fuente: Elaboración Propia 
 
Según se especifica en la Tabla 3, nuestra investigación utilizo como técnica la encuesta y 









Autor Oscar Yonatan Huayllani Muñoz 
Extensión Formado por 34 preguntas 
Significación Conformada por 14 dimensiones que capturan las 
impresiones del observador en cuanto al SGSI. Se cuenta con 
34 indicadores y cada indicador consta de un ítem. 
Puntuación Las respuestas que el observador puede obtener ante cada 
enunciado son: 
Nunca (0), A veces (1), Con Frecuencia (2), Siempre (3) 
Duración 60 minutos. 
Aplicación Trabajadores de la Unidad de Gestión de Inversiones de 
Reconstrucción con Cambios. 
Administración Única vez. 
Fuente: Elaboración Propia 
 
Tabla 5 




Autor Oscar Yonatan Huayllani Muñoz 
Extensión Consta de 14 ítems 
Significación Conformado por 3 dimensiones que capturan las impresiones 
del observador en cuanto al SGR. Se cuenta con 14 
dimensiones y cada indicador consta de un ítem. 
Puntuación Las respuestas que el observador puede obtener ante cada 
enunciado son: 
Nunca (0), A veces (1), Con Frecuencia (2), Siempre (3) 
Duración 60 minutos. 
Aplicación Trabajadores de la Unidad de Gestión de Inversiones de 
Reconstrucción con Cambios. 
Administración Única vez. 
Fuente: Elaboración Propia 
 
Validez. 
En la presente investigación, el cuestionario fue certificado por el juicio de tres competentes 
en metodología de investigación quienes validaron el instrumento que dando como resultado 
su aplicabilidad. Según Baptista, Fernández y Hernández (2014) “la validez es el nivel en 
que un instrumento captura las variantes que se procuran valorar” (p.245).   
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Tabla 6  
Resultados del Juicio de Expertos 
Expertos Grado Académico Especialidad Juicio 
Angel Salvatierra Melgar Doctor Matemático Estadístico Procede 
Gustavo Ernesto Zarate Ruiz Magister Temático Procede 
Pedro Martin Lezama Gonzales Doctor Ing. De Sistemas Procede 
 Fuente: Elaboración Propia 
 
Para cuantificar esta validez de contenido se recurrido al juicio de expertos y han 
realizado las siguientes pruebas estadísticas: 
 
Prueba de Aiken. 
Conocida también como coeficiente de validez V, Según Escurra (1987), esta prueba “se 
computa como la razón de un dato obtenido sobre la suma máxima de la diferencia de los 








Para nuestro caso y según nuestro instrumento, tenemos los siguientes valores: 
 
                                         V = 3 / (3 * (2-1)) = 1 
El valor de 1, corresponde al 100%, por lo que podemos afirmar que nuestro 
instrumento tiene un nivel de validez alto para la prueba de Aiken. Por tenerse los mismos 
datos para los dos instrumentos de nuestra investigación podemos inferir que ambos 







Según Escurra (1988) “es un análisis estadístico, que estudia la probabilidad de obtener x 
objetos en una categoría y n – x objetos en la otra”. (p. 106).  Para nuestro estudio se 




Tabla 7  
Resultados de Prueba Binomial del Instrumento que mide el SGSI y SGR 
SGSI 








1 Si 34 1,00 0,85 0,004 
2 No 0 0 0 0 
Total   34 1,00     
 1 Si 34 1,00 0,85 0,004 
2 2 No 0 0 0 0 
 Total   34 1,00     
 1 Si 34 1,00 0,85 0,004 
3 2 No 0 0 0 0 
  Total   34 1,00     
SGR 
1 
1 Si 14 1,00 0,85 0,014 
2 No 0 0 0 0 
Total   14 1,00     
 1 Si 14 1,00 0,85 0,014 
2 2 No 0 0 0 0 
 Total   14 1,00     
 1 Si 14 1,00 0,85 0,014 
3 2 No 0 0 0 0 
  Total   14 1,00     
Fuente: Elaboración Propia 
 
Como se puede apreciar en la Tabla 7 en el caso de la variable SGSI el nivel de sig. 
Para el p valor es de 0,004 que es menor al α = 0,15 por lo que podemos afirmar que se 
acepta la hipótesis de que el instrumento cuenta con validez a un nivel de confianza del 85%. 
En el caso de la variable SGR, el nivel de sig. Para el p valor es de 0,014 que es menor al α 
= 0,15 por lo que podemos afirmar que se acepta la hipótesis de que el instrumento cuenta 




Pruebas de Kaiser-Meyer-Olkin y Esfericidad de Bartlett. 
Según Fuente (2011) son pruebas que tratan de validar el constructo de un instrumento, 
basándose en un análisis factorial para determinar “la varianza común a todas las variables” 
(p. 2). Para nuestro estudio, se ha procesado los valores de la prueba piloto para determinar 
mediante el software SPSS v.20 los valores de KMO y Bartlett. Según este análisis se han 
obtenido los siguientes valores: 
 
Tabla 8 
Prueba KMO y Bartlett para el instrumento que mide el SGSI y SGR 
SGSI 
Medida de adecuación muestral de Kaiser-Meyer-Olkin. 0,787 








Medida de adecuación muestral de Kaiser-Meyer-Olkin. 0,670 







Fuente: Elaboración Propia 
 
Como se puede ver en la Tabla 8 para la variable SGSI, la medida de KMO es de 0,787 
lo cual es considerado significativamente alto, según Fuente (2011) “los valores KMO > 0,6 
son bastante buenos, pero no se puede solo tomar este valor es necesario analizar los 
resultados de la esfericidad de Bartlett” (p. 85), según este autor el p valor debe ser menor a 
un α = 0,05. Como se puede apreciar en la misma tabla, se obtuvo como resultado un p valor 
de 0,02 por lo que se aprueba la hipótesis de que existe validez de constructo en el 
instrumento. En el caso de la variable SGR, la medida de KMO es de 0,670 lo cual es 
considerado aceptable, con un p valor de 0,004 por lo que se aprueba la hipótesis de que 
existe validez de constructo en el instrumento. Por otro lado, se pudo analizar las 
dimensiones mediante el método de Componentes Principales a los instrumentos tanto para 







Tabla 9  







Sumas de las saturaciones al cuadrado 
de la extracción 
Total 









1 3,939 65,655 65,655 3,939 65,655 65,655 
2 1,058 17,627 83,283 1,058 17,627 83,283 
3 ,416 6,927 90,210       
4 ,262 4,366 94,576       
5 ,226 3,761 98,337       
6 ,100 1,663 100,000       
SGR 
1 2,443 81,423 81,423 2,443 81,423 81,423 
2 ,405 13,512 94,935       
3 ,152 5,065 100,000       
Fuente: Elaboración Propia 
 
Con los valores mostrados en la Tabla 9 podemos inferir que para la variable SGSI, 
los datos se explican al 83,283% para los ítems de nuestro instrumento. Por otro lado, para 




Se empleó prueba piloto con el objeto de obtener el valor Alpha de Cronbach y determinar 
la solidez de los ítems para cada variable que para Baptista, Fernández y Hernández (2014) 
“este estudio se efectúa con el modelo Alpha de Cronbach para variables con escalas 
politómicas o de tipo Likert” (p. 167). 
 
Tabla 10  
Prueba de Confiabilidad del Instrumento que mide el SGSI y la SGR 
Variable Alpha de Cronbach N de Elementos 
SGSI ,907 34 
SGR ,942 14 
Fuente: Elaboración Propia 
 
Teniendo en cuenta los valores de la tabla 10, para la variable SGSI se observa que el 
coeficiente de Alpha de Cronbach obtenido es de 0.907, por lo cual podemos afirmar que el 
instrumento tiene un excelente de confiabilidad según la Figura 1. Por otro lado, para la 
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variable SGR el Alpha de Cronbach es igual a 0,942 que también presenta según la figura 1 
un grado de confiabilidad excelente. 









Figura 1  
Criterios de Evaluación del Alpha de Cronbach 
Fuente: Metodología de correlación estadística de un sistema integrado de gestión de la calidad en 
el sector salud, Revista Signos vol. 10 Num. 2 (2018). 
 
2.5. Procedimiento 
Para realización de la presente investigación se tomó en consideración dos fuentes de 
información: Teórica y de Campo. En la fuente teórica, la información se obtuvo mediante 
libros, revistas y artículos científicos búsquedas de forma virtual mediante buscadores 
especializados. En la fuente de campo, los resultados del cuestionario fueron obtenidos de 
forma presencial mediante la aplicación de los instrumentos que miden la SGSI y la gestión 
del riesgo. 
2.6. Métodos de análisis de datos 
En el análisis de las variables se empleó el SPSS v.22, el cual nos proporcionó las gráficas 
y porcentajes en las tablas de frecuencia, lo cual nos dio material para exponer los resultados 
en tablas. Según Baptista, Fernández y Hernández (2014) manifiesta que “para las 
informaciones obtenidas es esencial transformarlos, para ello se ejecuta una medición 
matemática” (p. 270). 
2.7. Aspectos éticos 
La información obtenida dentro de esta investigación no ha sido mostrada a la opinión 
pública y no será mostrada si la unidad del MINSA en estudio no lo desea, puesto que se 
ejecutó el estudio para enriquecer el entendimiento que se posee sobre los SGSI y la SGR 
recientemente implementados. Se ha respetado la propiedad intelectual de los autores 
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3.1. Análisis Descriptivo 
Análisis Univariado de las Variables SGSI y SGR. 
Tabla 11 
Distribución de Frecuencias de la Variable SGSI 
Variable Nivel Frecuencia Porcentaje  Porcentaje Acumulado 
SGSI 
Deficiente 1 0,7 0,7 
Regular 118 81,4 82,1 
Eficiente 26 17,9 100,0 
SGR 
Deficiente 2 1,4 1,4 
Regular 115 79,3 80,7 
Eficiente 28 19,3 100,0 
Fuente: Elaboración Propia 
 
 
En la tabla 11, se observa de una muestra de 145 trabajadores para el caso del SGSI, el 0,7% 
considera que es un sistema deficiente, 81,4% lo considera regular y 17,9% lo considera 
deficiente. Para el caso del SGR el 1,4% lo considera deficiente, el 79,3% lo considera 




Figura 2  
Gráfica de la Distribución de Frecuencias de la Variable SGSI y Gestión del Riesgo 

















SGSI y Gestion del Riesgo
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En la figura 2, se observa de una muestra de 145 trabajadores, 118 consideran que el SGSI 
implementado en el MINSA es regular, 1 lo considera deficiente y 26 lo considera eficiente. 
Para el caso de la Gestión del Riesgo se observa que el 115 la considera regular, 2 dijeron 
que es deficiente y 28 lo consideran eficiente. 
 
Análisis Bivariado de las Variables SGSI y SGR. 
Tabla 12  
Tabla Cruzada entre la SGSI y la SGR con sus Dimensiones 
 Variable y Dimensiones 
SGSI 
Deficiente Regular Eficiente 
Gestión del Riesgo 
Deficiente 
1 1 0 
50,0% 50,0% 0,0% 
Regular 
0 115 0 
0,0% 100,0% 0,0% 
Eficiente 
0 2 26 
0,0% 7,1% 92,9% 
Evaluación 
Deficiente 
1 14 0 
66,7% 8,6% 0,0% 
Regular 
0 100 0 
0,0% 100,0% 0,0% 
Eficiente 
0 4 26 
0,0% 13,3% 86,7% 
Orientación 
Deficiente 
1 15 0 
6,3% 93,8% 0,0% 
Regular 
0 100 3 
0,0% 97,1% 2,9% 
Eficiente 
0 3 23 
0,0% 11,5% 88,5% 
Supervisión 
Deficiente 
1 11 0 
8,3% 91,7% 0,0% 
Regular 
0 105 2 
0,0% 98,1% 1,9% 
Eficiente 
0 2 24 
0,0% 7,7% 92,3% 




Aquí se puede observar que de la muestra de 145 trabajadores 115 opinan que las políticas 
de SGSI está en el nivel regular de la Gestión de Riesgos. También se puede observar que 
100 opinan que las políticas de SGSI está en el nivel regular de la Gestión de Riesgos 
respecto a la Evaluación, 100 también opinaron que las políticas de SGSI está en el nivel 
regular de la Gestión de Riesgos respecto a la Orientación y 105 piensan que las políticas de 
SGSI está en el nivel regular de la Gestión de Riesgos respecto a la Supervisión. De lo 
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anteriormente expuesto podemos observar que se tiene una percepción de que la gestión del 
riesgo está en el nivel regular a eficiente en el desempeño del SGSI. 
 
Figura 3  
Gráfica Agrupada de SGSI y Gestión del Riesgo con sus Dimensiones 
Fuente: Elaboración Propia 
 
 
Según la Figura 3, de conformidad con los resultados existe una percepción por parte 
del personal encuestado que la gestión del riesgo está en el nivel regular sobre el SGSI con 
tendencia a la eficiencia. De igual forma se observa en el análisis por dimensiones tanto para 
la evaluación como para la orientación y la supervisión. 
 
3.2. Análisis Inferencial. 
Para la validación de las hipótesis se asumieron los siguientes supuestos: 
 
Nivel de significación de prueba. 
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Tablas Cruzadas de Frecuencias
SGSI Deficiente SGSI Regular SGSI Eficiente
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Selección del estadístico de prueba. 
Según Baptista, Fernández y Hernández (2014), para las investigaciones donde se hace uso 
de la escala de Likert, no es necesario realizar una prueba de normalidad (p. 94). Por lo tanto, 
se utilizó el estadístico no paramétrico de Rho de Spearman. 
 
Decisión de prueba. 
Para asumir la decisión de la contrastación se tomó a: 
p_valor < α = 0.05; rechazar la hipótesis nula. 
p_valor ≥ α = 0.05; No se rechazar la hipótesis nula. 
 
3.2.1. Pruebas de Hipótesis. 
Hipótesis General: 
Ho: El Sistema de Gestión de Seguridad de la Información del Ministerio de Salud no se 
relaciona con la Gestión del Riesgo en el Ministerio de Salud, 2019. 
Ho: ρ = 0 
Ha: El Sistema de Gestión de Seguridad de la Información del Ministerio de Salud se 
relaciona con la Gestión del Riesgo en el Ministerio de Salud, 2019. 
Ha: µ2 < µ1 
 
Así mismo se plantearon las siguientes hipótesis específicas: 
 
Hipótesis Específica 1: 
Ho: El Sistema de Gestión de Seguridad de la Información del Ministerio de Salud no se 
relaciona con la Gestión del Riesgo respecto a la dimensión Evaluación, 2019. 
Ho: ρ = 0 
Ha: El Sistema de Gestión de Seguridad de la Información del Ministerio de Salud se 
relaciona con la Gestión del Riesgo respecto a la dimensión Evaluación, 2019. 
Ha: ρ ≠ 0 
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Hipótesis Específica 2: 
Ha: El Sistema de Gestión de Seguridad de la Información del Ministerio de Salud no se 
relaciona con la Gestión del Riesgo respecto a la dimensión Orientación, 2019. 
Ho: ρ = 0 
Ha: El Sistema de Gestión de Seguridad de la Información del Ministerio de Salud se 
relaciona con la Gestión del Riesgo respecto a la dimensión Orientación, 2019. 
Ha: ρ ≠ 0 
 
Hipótesis Específica 3: 
Ho: El Sistema de Gestión de Seguridad de la Información del Ministerio de Salud no se 
relaciona con la Gestión del Riesgo respecto a la dimensión Supervisión, 2019. 
Ho: ρ = 0 
Ha: El Sistema de Gestión de Seguridad de la Información del Ministerio de Salud se 
relaciona con la Gestión del Riesgo respecto a la dimensión Supervisión, 2019. 
Ha: ρ ≠ 0 
 
Luego de aplicar los estadísticos respectivos a las variables se obtuvieron los siguientes 
resultados: 
Tabla 13  
Resultados de la Prueba de Hipótesis 
  SGSI 
Rho de Spearman 
SGR 
Coeficiente de correlación 0,856** 
Sig. (bilateral) 0,000 
N 145 
Evaluación 
Coeficiente de correlación 0,794** 
Sig. (bilateral) 0,000 
N 145 
Orientación 
Coeficiente de correlación 0,747** 
Sig. (bilateral) 0,000 
N 145 
Supervisión 
Coeficiente de correlación 0,553** 
Sig. (bilateral) 0,000 
N 145 
 **. La correlación es significativa al nivel 0,01 (bilateral). 
Fuente: Elaboración Propia 
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 En la tabla superior se observa que existe un nivel de correlación significativa entre 
la SGSI y la SGR, ya que el coeficiente de correlación es de 0,856 y como el valor de 
probabilidad (p=0,000) es mucho menor que el valor critico 0,05 se toma la decisión de 
rechazar la hipótesis nula y aceptar la hipótesis alterna.  
  
 También se observa que existe un nivel de correlación positiva y significativa entre 
el SGSI y la Evaluación de la SGR, ya que el valor de probabilidad es igual a 0,000 es menor 
que 0,05 y el coeficiente de correlación es de 0,794 cercano a uno, por lo que se rechaza la 
hipótesis nula y se aceptar la hipótesis alterna. Por otro lado, se observa que existe un nivel 
de correlación positiva y significativa entre el SGSI y la Orientación de la SGR, ya que el 
valor de probabilidad es igual a 0,000 es menor que 0,05 y el coeficiente de correlación es 
de 0,747 cercano a uno, por lo que se rechaza la hipótesis nula y se acepta la hipótesis alterna 
y por último se observa también que existe un nivel de correlación positiva y significativa 
entre el SGSI y la Supervisión de la SGR, con un coeficiente de correlación de 0,553 y con 
el valor de probabilidad es igual  0,000 y es menor que 0,05 por lo que se rechaza la hipótesis 








Nuestra investigación permitió alcanzar los objetivos planteados, en los cuales se buscó 
determinar la relación que existe entre el Sistema de Gestión de Seguridad de la Información 
del Ministerio de Salud y la Gestión del Riesgo, 2019. Como parte de la revisión de 
investigaciones precedentes, tenemos la investigación realizada por Moscoso, Esaú y Soto 
(2018), quienes estudiaron la implementación de un SGR basándose en la NTC- ISO 31000 
en una empresa de saneamiento. Si bien durante esta investigación no se estudia la relación 
existente entre las variables de nuestra investigación, si logran intuir la existencia de una 
relación entre la gestión del riesgo y los SGSI recomendando profundizar en investigaciones 
futuras la relación entre estas variables con la intención de evitar posibles interferencias entre 
las implementaciones de estos sistemas en las organizaciones. De conformidad con nuestra 
investigación hemos podido determinar que las intuiciones establecidas por Moscoso, Esaú 
y Soto (2018) respecto a la existencia de una relación entre nuestras variables de estudio son 
reales. Mediante la comprobación de nuestra hipótesis hemos podido demostrar la existencia 
una relación significativa y positiva entre la gestión del riesgo y los SGSI lo que permitirá 
en el MINSA evaluar el desempeño de las implementaciones realizadas bajo este enfoque. 
 
En el caso de Baca (2016), quien realiza una investigación basada en la 
implementación de un SGSI y establece vínculos con la gestión del riesgo en los modelos 
MAGERIT 3.0 que existían a pesar de la falta de interés en la implementación del SGSI 
debido a que se consideraba que no todos los controles en la gestión del riesgo permitían 
establecer de forma clara si existía una mitigación en los riesgo o si existía un efecto cruzado 
en el SGSI y la gestión del riesgo a pesar de haber cumplido con lo establecido por la norma 
técnica. Por lo anteriormente expuesto este investigador recomienda al igual que Moscoso, 
Esaú y Soto (2018) en profundizar estudios que determinen la relación existente entre las 
variables que han sido motivo de estudio en nuestra investigación. Sin embargo, Baca (2016) 
determina que en implementaciones de SGSI se debe considerar la identificación de los 
activos críticos de información de una institución que es uno de los puntos considerados en 
la implementación de la gestión de riesgos según la norma técnica peruana. Estas 
recomendaciones han sido corroboradas con nuestra investigación mediante nuestra prueba 
de hipótesis al determinarse que efectivamente existe una relación entre los SGSI y la gestión 
del riesgo sobre todo en la gestión de los activos críticos de información. 
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Por otro lado, tenemos la investigación de Seclén (2016). Este investigador logra 
mediante su trabajo determinar los factores que afectan la implementación de SGSI en las 
entidades del estado clasificándolas en tres categorías donde su primera categoría es 
referente al nivel estratégico y considera que la falta de políticas estratégicas de seguridad 
de la información con planes bien elaborados y con sus objetivos claramente identificados, 
es uno de los factores primordiales que impiden una adecuada implementación de SGSI en 
el estado. Este factor considerado por Seclén (2016) es coincidente con las dimensiones que 
tenemos en nuestra investigación respecto a la evaluación y las decisiones estratégicas, la 
orientación y la elaboración de planes, así como la supervisión y la identificación de 
objetivos. De lo anteriormente mencionado podemos ver que Seclén (2016) logra identificar 
que los factores que definen los SGR son también los factores que afectan a la 
implementación de los SGSI en las entidades del estado. Todas estas conclusiones 
establecidas por Seclén (2016) han sido corroboradas por nuestra investigación debido a que 
nosotros hemos podido determinar que existe una relación entre los SGSI y la gestión del 
riesgo. 
 
En este punto de nuestra discusión debemos de considerar también el trabajo de 
Tarrillo (2015), este investigador concluye que existe una influencia alta entre la gestión del 
riesgo y la seguridad de los activos de información. También debemos mencionar que los 
activos son una dimensión de los SGSI en cuanto a la gestión de activos que consideran la 
responsabilidad, su clasificación y el manejo de los niveles de soporte. Este 
dimensionamiento trabajado en nuestra investigación es muy similar al dimensionamiento 
que Tarrillo (2015) emplea al dimensionar la seguridad de los activos concluyendo que existe 
una influencia entre ellos. Esto es corroborado en nuestra investigación mediante nuestra 
hipótesis que ha concluido que efectivamente existe una relación entre los SGSI y la gestión 
del riesgo en las implementaciones basadas en la NTP respecto a la evaluación. Otro aspecto 
resaltante en la investigación de Tarrillo (2015) es que considera que el SGR implementado 
es un macro conjunto donde la seguridad de la información debe estar siempre incluida. 
 
También está el caso de Ayala (2017), cuya investigación buscaba determinar cómo la 
implementación de un SGSI mejora el SGR en un hospital estatal. Este investigador logra 
demostrar que la utilización de un modelo SGSI adecuado a la realidad de la organización, 
mejora sustancialmente el rendimiento del SGR. Esto lo hemos podido corroborar mediante 
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nuestra investigación debido a que hemos concluido que existe una relación nuestras 
variables, siendo así que podemos decir que las afirmaciones establecidas por Ayala (2017) 
son del todo acertadas a las luces de nuestros resultados. Sin embargo, creemos que se deben 
realizar más investigaciones que permitan confirmar definitivamente nuestras afirmaciones. 
 
Pero es necesario validar nuestras afirmaciones con estudios internacionales que 
evidencien la relación que hemos encontrado entre los SGSI y la gestión del riesgo. En este 
contexto debemos mencionar el trabajo de Casadesús (2018), quien en su investigación 
utiliza nueve factores para la identificación de los riesgos a partir de la utilización de un 
cuadro de amenazas e identificación de riesgos. En él se puede apreciar como el investigador 
identifica 49 riesgos muy vinculados a la seguridad de la información que van desde la 
perdida de información hasta la falta de definición de procedimientos para la gestión de 
repositorios de esta información. Es necesario mencionar que de conformidad con la 
NTP/ISO 27001 estos son aspectos que implementan en un SGSI según esta norma. 
Casadesús (2018) logra determinar a partir de su estudio que la perdida de información es el 
riesgo más importante y recurrente en las entidades públicas. A pesar que su investigación 
se centra en la identificación de riesgos documentales para posterior fiscalización, este 
investigador concluye que el 86% de los riesgos identificados están asociados a la gestión 
de las aplicaciones informáticas. De los 60 riesgos identificados, 49 corresponden a los 
informáticos y los clasifica como riesgos que van de 1 a 9, donde 9 es el valor más malo. 
Luego de la aplicación de sus instrumentos Casadesús (2018) concluye que los 49 riesgos 
informáticos están dentro de las valoraciones más altas. A este punto, podemos decir que las 
conclusiones de Casadesús (2018) se deben a la relación existente entre los SGSI y la gestión 
de los riegos. 
 
Otra experiencia es la realizada por Bernal (2017), este autor en su investigación 
basada en la implementación de la gestión de riesgos para una oficina informática, 
recomienda mejorar la estructura organizativa de las organizaciones donde se pretende 
implementar una gestión de riesgos. Así mismo al existir alta rotación de personal en las 
organizaciones donde se realizó el estudio, recomienda la implementación de SGSI para 
mejorar la gestión de riesgos. Este investigador de manera intuitiva encuentra cierta relación 
entre el SGSI implementado y los SGR, por ello sugiere la implementación de un SGSI como 
mecanismo para el mejoramiento del SGR sobre todo en aquellos aspectos que conciernen a 
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la supervisión cuyo objetivo es el monitoreo de posibles riesgos vinculados a la perdida de 
información. Estos resultados son bastante congruentes con nuestra investigación, donde 
encontramos que la dimensión Supervisión respecto al SGSI del MINSA se ubica en una 
posición entre regular y eficiente con un 92,3% respecto a las demás dimensiones 
confirmándose las afirmaciones de Bernal (2017). 
 
Es el mismo caso de De Souza (2016) y Fassheber (2016), estos investigadores en sus 
trabajos para la implementación de modelos de gestión de riesgos en entidades públicas y 
áreas de TI respectivamente concluyen que para poder realizar una implementación perfecta 
hay que considerar dos factores, primero lo establecido por la norma ISO 31000 y como 
segundo aspecto los SGSI que para Fassheber (2016) se podría entender como un 
subconjunto de la gestión de riesgos. Para estos investigadores (Bernal, De Souza y 
Fassheber) los SGSI son elementos a considerar en un diseño de gestión de riesgos y contiene 
elementos que ya no deben ser considerados al momento de diseñar modelos con MAGERIT 
3.0 en la gestión de riesgos. Esto definitivamente nos hace pensar que estos investigadores 
de alguna manera están intuyendo la existencia de una relación entre la gestión de riesgos 
con MAGERIT 3.0 y los SGSI. Mencionamos MEGERIT 3.0 debido a que este es el modelo 
implementado en MINSA y fue nuestro objeto de estudio. 
 
También podemos mencionar el caso de Rivero (2017), quien considera que la 
implementación de un SGR debe preceder a la implementación de un SGSI con el fin de 
evitar incongruencias en los procesos asumidos por estos sistemas. Este autor incluso llega 
a asumir que un SGR debe ser el macro modelo de un SGSI recomendando una evolución 
en las ISO con el fin de que se unifiquen y así se pueda establecer un marco de referencia 
más integral que facilita las implementaciones de estos sistemas en las organizaciones. En 
su investigación Rivero (2017) diseña un modelo basado en las ISOs pero unificadas lo que 
le permitió optimizar los resultados en la implementación y evolución de estos sistemas. En 
nuestro caso, a partir de los resultados de nuestra investigación podemos coincidir con este 
investigador puesto que a pesar de que ambos sistemas son independientes entre sí poseen 
una relación que puede afectar el desempeño de los mismos y entorpecer su operatividad. 
 
Por todo lo anteriormente expuesto, consideramos que estamos en la capacidad de 
afirmar que lo manifestado por estos investigadores son afirmaciones validas, basándonos 
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en la comprobación de las hipótesis de nuestra investigación. También debemos afirmar que 
es necesaria una revisión de la NTP siendo responsabilidad de INDECOPI el mejoramiento 
de esta para que no existan políticas contradictorias que mermen el buen desempeño de estos 
sistemas. Sin embargo, consideramos que es necesario realizar estudios de tipo pre 
experimentales bajo modelos integrales que permitan crear un modelo base de aplicación 







El Sistema de Gestión de Seguridad de la Información se relaciona con la Gestión del Riesgo 
del Ministerio de Salud para el año 2019, analizado en la Unidad de Gestión de Inversión de 
Reconstrucción con Cambios. Luego de la aplicación de los instrumentos y el estudio 
estadístico respectivo, podemos concluir que existe una correlación entre nuestras variables 
de estudio de forma significativa y positiva. 
Segunda 
El Sistema de Gestión de Seguridad de la Información se relaciona con la Gestión del Riesgo 
del Ministerio de Salud respecto a la dimensión Evaluación 2019, analizado en la Unidad de 
Gestión de Inversión de Reconstrucción con Cambios. Luego de la aplicación de los 
instrumentos y el estudio estadístico respectivo, podemos concluir que existe una correlación 
entre nuestras variables de estudio de forma significativa y positiva. 
Tercera 
El Sistema de Gestión de Seguridad de la Información se relaciona con la Gestión del Riesgo 
del Ministerio de Salud respecto a la dimensión Orientación 2019, analizado en la Unidad 
de Gestión de Inversión de Reconstrucción con Cambios. Luego de la aplicación de los 
instrumentos y el estudio estadístico respectivo, podemos concluir que existe una correlación 
entre nuestras variables de estudio de forma significativa y positiva. 
Cuarta 
El Sistema de Gestión de Seguridad de la Información se relaciona con la Gestión del Riesgo 
del Ministerio de Salud respecto a la dimensión Supervisión en el año 2019, analizado en la 
Unidad de Gestión de Inversión de Reconstrucción con Cambios. Luego de la aplicación de 
los instrumentos y el estudio estadístico respectivo, podemos concluir que existe una 







En las entidades del estado, se recomienda alinear a la Gerencia de TI con las estrategias del 
negocio (es decir lo que quiere el negocio). Se debe mantener información de calidad para 
apoyar las decisiones empresariales, para ello es necesario que la institución tenga mapeando 
todos sus activos y a cada activo se le debe gestionar sus riesgos (amenazas y 
vulnerabilidades), de tal manera se pueda aplicar un adecuado control y mantener los riesgos 
en un nivel aceptable. En caso de que se implemente un SGSI de forma paralela, se debe 
considerar que existen procesos que requieren suficiente flexibilidad para que los sistemas 
sean eficientes debido a la influencia que pueda existir entre ambos sistemas. Para ello 
recomendamos una implementación integral que combine ambos sistemas. 
Segunda 
Se recomienda realizar evaluaciones periódicas de los niveles de riesgo, de tal manera se 
pueda monitorear correctamente la efectividad de los controles aplicados, a su vez se puede 
usar varias metodologías para salvaguardar los activos de información. Siendo la NTP un 
estándar en nuestro país, creemos que es necesario realizar una revisión de la misma y 
mediante nuevos estudios poder definir claramente una NTP que permita la integración de 
ambas ISOs. 
Tercera 
Se recomienda que los responsables de la seguridad de la información (oficial de seguridad) 
formulen los planes de acción o mejora de controles necesarios para el tratamiento de los 
riesgos según su criticidad, para el caso de la Ministerio de Salud se recomienda Gestionar 
los riesgos, para evaluar los riesgos, impactos. Deben de seguir un procedimiento de 
tratamiento de los riesgos, de tal manera la gerencia pueda definir la opción de tratamiento 
a implementar (transferir, evitar, reducir o asumir el riesgo). 
Cuarta 
Consideramos necesario profundizar en el estudio de los SGSI y los de gestión de riesgo 
respecto a la relación que puedan tener ambos en nuestro país. Por otro lado, consideramos 
a partir de nuestra investigación que se debe realizar una revisión de las implementaciones 
normadas en nuestro país para estos sistemas, para que se puedan alinear a las necesidades 
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de cada organización y no exista merma en sus tiempos de respuesta frente a incidentes o 
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Anexo 1: Matriz de consistencia 
MATRIZ DE CONSISTENCIA 
Título:  Sistema de Gestión de Seguridad de la Información y la Gestión del Riesgo en el Ministerio de Salud, 2019. 
Autor:   Oscar Yonatan Huayllani Muñoz. 
Problema Objetivos Hipótesis Variables e indicadores 
 
Problema General: 
¿Cuál es la relación que existe 
entre el Sistema de Gestión de 
Seguridad de la Información y la 
Gestión del Riesgo del Ministerio 
de Salud, 2019? 
Problemas Específicos: 
¿Cuál es la relación que existe 
entre Sistema de Gestión de 
Seguridad de la Información y la 
Gestión del Riesgo del Ministerio 
de Salud respecto a la 
Evaluación, 2019? 
¿Cuál es la relación que existe 
entre Sistema de Gestión de 
Seguridad de la Información y la 
Gestión del Riesgo del Ministerio 
de Salud respecto a la 
Orientación, 2019? 
¿Cuál es la relación que existe 
entre Sistema de Gestión de 
Seguridad de la Información y la 
Gestión del Riesgo del Ministerio 





Identificar la relación que existe 
entre el Sistema de Gestión de 
Seguridad de la Información y 
la Gestión del Riesgo del 
Ministerio de Salud, 2019. 
Objetivos específicos: 
Identificar la relación que existe 
entre el Sistema de Gestión de 
Seguridad de la Información y 
la Gestión del Riesgo del 
Ministerio de Salud respecto a 
la Evaluación, 2019. 
Identificar la relación que existe 
entre el Sistema de Gestión de 
Seguridad de la Información y 
la Gestión del Riesgo del 
Ministerio de Salud respecto a 
la Orientación, 2019. 
Identificar la relación que existe 
entre el Sistema de Gestión de 
Seguridad de la Información y 
la Gestión del Riesgo del 
Ministerio de Salud respecto a 





El Sistema de Gestión de 
Seguridad de la Información del 
Ministerio de Salud se relaciona 
con la Gestión del Riesgo en el 
ministerio de Salud, 2019 
Hipótesis específicas: 
El Sistema de Gestión de 
Seguridad de la Información se 
relaciona con la Gestión del Riesgo 
del Ministerio de Salud respecto a 
la dimensión Evaluación, 2019 
El Sistema de Gestión de 
Seguridad de la Información se 
relaciona con la Gestión del Riesgo 
del Ministerio de Salud respecto a 
la dimensión Orientación, 2019 
El Sistema de Gestión de Seguridad 
de la Información se relaciona con la 
Gestión del Riesgo del Ministerio de 





Variable 1: Sistema de Gestión de Seguridad de la Información 
Dimensiones Indicadores Ítems 
Escala de medición  Niveles y 
rangos 
1. POLITICAS DE 
SEGURIDAD 
✓ Directrices de la 
Dirección en seguridad 






     
(0) Nunca. 
(1) A veces. 
(2) Con Frecuencia. 
(3) Siempre. 
 


















ORGANIZATIVOS DE LA 
SEGURIDAD DE LA 
INFORMACIÓN. 
✓ Organización interna. 
✓ Dispositivos para 
movilidad y teletrabajo. 
2 
3 
3. SEGURIDAD LIGADA A 
LOS RECURSOS 
HUMANOS. 
✓ Antes de la contratación. 
✓ Durante la contratación. 
✓ Cese o cambio de 




4. GESTIÓN DE ACTIVOS. ✓ Responsabilidad sobre 
los activos. 
✓ Clasificación de la 
información. 














✓ Requisitos de negocio 
para el control de 
accesos. 
✓ Gestión de acceso de 
usuario. 
✓ Responsabilidades del 
usuario. 
✓ Control de acceso a 






6. CIFRADO DE 
INFORMACION. 



















7. SEGURIDAD FÍSICA Y 
AMBIENTAL. 
✓ Áreas seguras. 











    
 
(0) Nunca. 
(1) A veces. 
(2) Con Frecuencia. 
(3) Siempre. 
 
































8. SEGURIDAD EN LO 
OPERATIVO. 
✓ Responsabilidades y 
procedimientos de 
operación. 
✓ Protección contra código 
malicioso. 
✓ Copias de seguridad. 
✓ Control del software en 
explotación. 
✓ Gestión de la 
vulnerabilidad técnica. 
✓ Consideraciones de las 
auditorías de los 








9. SEGURIDAD EN LAS 
TELECOMUNICACIONES. 
✓ Gestión de la seguridad 
en las redes. 
✓ Intercambio de 







LOS SISTEMAS DE 
INFORMACIÓN 
✓ Requisitos de seguridad 
de los sistemas de 
información. 
✓ Seguridad en los 
procesos de desarrollo y 
soporte. 





11. RELACIONES CON 
SUMINISTRADORES. 
✓ Seguridad de la 
información en las 
relaciones con 
suministradores. 
✓ Gestión de la prestación 





12. GESTIÓN DE 
INCIDENTES EN LA 
SEGURIDAD DE LA 
INFORMACIÓN. 
✓ Gestión de incidentes de 
seguridad de la 
información y mejoras. 
30 
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13. ASPECTOS DE 
SEGURIDAD DE LA 
INFORMACIÓN EN LA 
GESTIÓN DE LA 
CONTINUIDAD DEL 
NEGOCIO. 
✓ Continuidad de la 







    
    
(0) Nunca. 
(1) A veces. 
(2) Con Frecuencia. 
(3) Siempre. 
 







14. CUMPLIMIENTO. ✓ Cumplimiento de los 
requisitos legales y 
contractuales. 
✓ Revisiones de la 





Variable 2: Gestión del Riesgo  
Dimensiones Indicadores Ítems 
Escala de medición Niveles y 
rangos 
1. EVALUACIÓN. ✓ Niveles de riesgo 
relacionados a las TI. 
✓ Umbrales de tolerancia. 
✓ Riesgos empresariales. 
✓ Decisiones 
estratégicas. 
✓ Valoración según 
estándares. 
✓ Recuperación y 
tolerancia ante 














(1) A veces. 
(2) Con Frecuencia. 
(3) Siempre. 
 












2. ORIENTACIÓN. ✓ Oportunidades e 
impactos potenciales. 
✓ Decisiones y 
operaciones 
estratégicas. 
✓ Elaboración de planes. 









3. SUPERVISIÓN. ✓ Umbrales de apetito. 
✓ Metas y métricas clave. 
✓ Objetivos identificados. 







Nivel - diseño de 
investigación 
Población y muestra Técnicas e instrumentos Estadística a utilizar  
 
Enfoque: Cuantitativo. 
Método: Hipotético – Deductivo. 
Diseño: No experimental. 
Tipo de estudio: Aplicada. 
Nivel de estudio: Correlacional. 




Población: La población está 
comprendida por los 
trabajadores de la Unidad de 
Gestión de Inversiones de 
Reconstrucción con Cambios 
del Ministerio de Salud 2019 
Tipo de Muestra: Censal 
Tamaño de Muestra: 145 
 
Variable 1: Sistema de Gestión de Seguridad de la Información. 
Técnica: Encueta. 
Instrumento:  Cuestionario. 
Autor: Oscar Yonatan Huayllani Muñoz. 
Año: 2019. 
Monitoreo: Oscar Yonatan Huayllani Muñoz. 
Ámbito de Aplicación: Unidad de Gestión de Inversiones de Reconstrucción 
con Cambios del Ministerio de Salud. 
Forma de Administración: Individual. 
 
Descriptiva:  
Para el análisis estadístico respectivo, se utilizará el paquete estadístico SPSS Versión 22 con licencia de la UCV. 
Los datos obtenidos serán presentados en tablas y gráficos de acuerdo a las variables y dimensiones, para luego 
analizarlo e interpretarlos considerando el marco teórico.  
Inferencial: 
En base a los instrumentos de recolección de datos tenemos que la variable es cualitativa ordinal en ese sentido, 
Para la prueba de hipótesis se aplicará la prueba de la estadística no paramétrica Rho de Spearman con un (α = 
0.05), el cual se realiza para variables cualitativas ordinales, con la finalidad de inferir los resultados dentro de lo 
que circunscribirá este estudio. 
Para Suarez (2013), la inferencia estadística, consiste en llegar a obtener conclusiones o generalizaciones que 
sobrepasan los límites de los conocimientos aportados por un conjunto de datos. Busca obtener información sobre 





Variable 2: Gestión del Riesgo. 
Técnica: Encueta. 
Instrumento: Cuestionario. 
Autor: Oscar Yonatan Huayllani Muñoz. 
Año: 2019. 
Monitoreo: Oscar Yonatan Huayllani Muñoz  
Ámbito de Aplicación: Unidad de Gestión de Inversiones de Reconstrucción 
con Cambios del Ministerio de Salud. 
Forma de Administración: Individual. 
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D1 D2 D3 D4 D5 D6 D7 D8 D9 D10 D11 D12 D13 D14 
1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 25 26 27 28 29 30 31 32 33 34 
1 1 1 2 2 1 2 2 1 2 1 2 2 1 1 1 2 1 1 1 1 2 1 2 2 3 1 1 2 1 2 2 1 1 1 
2 1 2 1 1 2 1 1 1 1 1 2 2 1 1 2 1 1 2 1 2 1 1 2 1 2 1 1 1 1 2 2 1 1 2 
3 1 2 1 1 2 2 2 2 1 2 2 2 1 1 1 1 1 2 1 2 1 1 1 1 2 1 2 1 2 2 2 1 1 1 
4 1 2 2 2 1 2 1 2 1 1 2 2 1 1 1 2 1 2 1 2 1 1 1 1 2 1 2 1 1 2 2 1 1 1 
5 2 1 2 1 1 2 1 2 1 2 1 1 1 2 2 1 1 2 1 2 1 1 1 1 2 2 2 1 2 1 1 1 2 2 
6 2 1 2 1 1 2 2 1 1 2 2 1 1 2 2 1 1 1 2 2 2 1 1 2 2 2 1 1 2 2 1 1 2 2 
7 3 3 3 3 3 3 3 2 3 3 3 3 2 3 3 3 3 2 3 3 3 3 3 3 3 3 2 3 3 3 3 2 3 3 
8 3 3 2 3 3 3 3 2 2 2 3 3 3 3 3 3 2 3 3 3 3 3 3 2 2 3 2 3 3 3 3 3 3 3 
9 3 3 3 2 2 3 3 3 3 3 2 3 3 3 3 3 3 2 3 3 3 2 3 3 3 2 3 3 3 3 3 3 3 3 
10 3 3 3 3 3 3 2 3 2 3 3 2 2 3 3 2 3 3 3 2 3 3 3 3 2 3 3 3 3 3 3 3 3 3 
11 3 3 2 3 2 3 2 3 3 2 3 3 3 2 3 3 3 3 3 1 2 2 2 3 3 2 2 3 3 3 3 3 3 3 
12 2 3 2 3 3 2 2 1 1 1 2 2 2 3 2 3 2 3 3 2 2 2 2 1 1 1 1 1 1 2 2 2 3 2 
13 1 1 1 1 1 1 2 2 2 1 1 1 2 2 2 1 2 1 2 3 2 2 2 1 1 2 2 2 1 1 1 2 2 2 
14 2 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
15 1 1 1 1 1 2 2 2 3 3 3 3 3 3 3 3 3 3 3 2 2 2 1 2 1 2 2 3 3 3 3 3 3 3 
16 2 2 2 2 1 1 1 1 2 2 2 1 2 2 2 2 1 1 1 1 1 2 2 2 1 1 1 2 2 2 1 2 2 2 
17 3 3 3 3 3 3 3 3 1 1 1 1 1 1 3 2 2 2 3 3 3 2 2 1 1 2 3 1 1 1 1 1 1 3 
18 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
19 1 1 1 1 1 2 2 2 1 1 1 1 2 2 1 2 1 2 1 2 1 2 1 1 1 2 2 1 1 1 1 2 2 1 
20 2 2 2 1 2 2 2 2 3 2 2 2 1 1 1 2 2 1 2 1 2 1 2 1 1 1 2 3 2 2 2 1 1 1 
21 1 1 1 1 2 1 1 2 2 1 1 1 1 2 1 2 1 2 1 2 1 1 2 2 2 2 2 2 1 1 1 1 2 1 
22 2 2 2 2 2 3 3 2 3 2 3 2 3 2 3 2 3 2 3 2 3 3 2 2 3 3 2 3 2 3 2 3 2 3 
23 3 2 3 3 3 2 2 3 2 3 2 3 3 2 2 3 3 2 3 2 3 3 3 3 3 2 3 2 3 2 3 3 2 2 
24 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
25 3 3 2 2 2 2 2 2 2 3 3 3 3 3 3 3 3 3 2 2 2 2 3 3 3 3 2 2 3 3 3 3 3 3 
26 2 3 2 3 2 3 2 3 3 2 3 2 3 2 2 2 2 2 3 3 3 3 3 3 2 1 3 3 2 3 2 3 2 2 
27 1 2 2 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 
73 
28 1 2 2 1 1 1 2 1 1 1 2 1 1 2 2 2 1 1 1 1 1 1 1 1 1 1 1 1 1 2 1 1 2 2 
29 1 2 2 1 2 1 1 2 1 1 1 1 1 1 1 1 1 1 1 1 2 1 1 2 3 2 2 1 1 1 1 1 1 1 
30 1 2 2 1 1 1 2 1 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 1 2 1 1 1 2 1 1 1 1 
31 1 2 1 1 2 1 1 2 1 2 1 1 1 2 1 1 1 1 1 1 2 1 2 1 1 1 2 1 2 1 1 1 2 1 
32 1 3 1 1 1 1 1 2 1 2 1 1 1 1 1 2 1 1 2 1 1 1 1 2 2 2 2 1 2 1 1 1 1 1 
33 1 2 1 2 1 1 1 1 2 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 2 3 1 2 1 1 1 1 1 1 
34 1 3 1 2 3 1 1 1 1 2 1 1 1 1 3 1 1 1 1 2 1 1 1 1 2 3 1 1 2 1 1 1 1 3 
35 1 2 1 2 1 1 1 1 1 1 2 1 1 2 1 1 1 1 1 1 2 1 1 1 2 1 1 1 1 2 1 1 2 1 
36 1 3 1 2 2 2 2 1 1 1 1 2 1 1 2 1 2 1 1 2 1 1 1 1 1 1 1 1 1 1 2 1 1 2 
37 2 2 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 1 1 1 1 1 2 1 1 
38 1 3 1 1 1 1 2 1 1 1 1 1 1 2 2 1 1 1 2 1 2 2 1 1 1 2 1 1 1 1 1 1 2 2 
39 1 3 1 1 2 1 2 1 1 1 2 1 1 1 2 1 1 1 1 1 1 2 1 1 1 2 1 1 1 2 1 1 1 2 
40 1 2 1 1 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 2 2 1 1 1 2 1 1 1 1 1 1 1 1 1 
41 3 2 1 1 2 1 3 1 1 1 2 1 1 1 1 1 2 2 1 1 2 1 1 2 1 1 1 1 1 2 1 1 1 1 
42 3 3 1 1 1 1 2 1 1 1 2 1 3 3 3 1 1 2 2 1 1 1 2 1 1 2 1 1 1 2 1 3 3 3 
43 2 3 1 1 1 1 1 2 1 1 3 1 1 1 1 1 1 1 1 2 1 2 1 1 1 1 2 1 1 3 1 1 1 1 
44 2 3 1 2 1 1 3 1 1 1 1 1 2 2 3 1 1 1 1 1 2 1 1 1 1 1 1 1 1 1 1 2 2 3 
45 2 3 3 1 2 1 1 2 1 1 2 1 1 1 2 1 1 1 1 2 1 1 1 2 2 2 2 1 1 2 1 1 1 2 
46 2 3 3 1 1 1 2 1 1 1 1 1 2 2 2 1 1 1 1 1 1 1 2 2 1 1 1 1 1 1 1 2 2 2 
47 2 3 3 1 2 1 1 3 1 1 1 1 1 1 1 1 1 1 2 1 1 1 1 1 1 2 3 1 1 1 1 1 1 1 
48 1 2 3 1 1 1 1 1 1 1 1 1 1 1 1 1 2 2 1 1 1 2 2 2 1 1 1 1 1 1 1 1 1 1 
49 1 2 3 3 1 1 1 2 1 1 1 1 1 1 1 2 1 1 1 1 1 1 1 1 1 2 2 1 1 1 1 1 1 1 
50 1 2 3 3 1 1 1 2 1 1 2 1 2 2 2 1 1 1 1 1 1 2 2 1 3 1 2 1 1 2 1 2 2 2 
51 1 2 3 1 1 1 2 1 1 1 2 1 1 1 3 1 1 1 2 1 1 1 1 1 2 2 1 1 1 2 1 1 1 3 
52 1 2 3 2 1 1 1 1 1 1 2 1 1 1 3 3 2 1 2 2 2 2 1 1 2 1 1 1 1 2 1 1 1 3 
53 1 2 3 2 1 1 2 1 1 1 2 1 1 1 1 1 1 1 1 1 2 1 1 1 2 1 1 1 1 2 1 1 1 1 
54 1 2 3 2 1 1 1 2 1 1 1 1 1 1 2 1 3 1 2 1 2 1 3 1 1 2 2 1 1 1 1 1 1 2 
55 1 3 3 1 1 1 1 2 1 2 2 1 1 2 1 1 1 1 1 1 2 1 3 2 1 1 2 1 2 2 1 1 2 1 
56 1 3 3 2 1 1 2 1 2 2 1 1 1 1 2 1 3 1 1 2 2 1 3 1 1 2 1 2 2 1 1 1 1 2 
57 1 3 3 2 1 1 1 2 1 1 1 1 2 1 1 1 1 1 2 1 1 2 1 2 2 2 2 1 1 1 1 2 1 1 
58 1 3 2 2 1 1 1 1 3 1 1 1 1 1 1 1 3 1 1 2 1 2 2 1 2 1 1 3 1 1 1 1 1 1 
59 1 3 2 2 1 1 2 1 1 1 2 1 1 1 2 1 2 1 2 2 1 2 1 1 1 2 1 1 1 2 1 1 1 2 
60 1 3 2 2 1 1 2 1 1 1 1 1 1 1 2 2 2 1 1 2 1 2 1 1 2 3 1 1 1 1 1 1 1 2 
61 2 3 2 2 1 1 2 1 1 2 1 1 1 3 1 2 2 1 1 3 1 1 2 2 2 1 1 1 2 1 1 1 3 1 
74 
62 2 1 2 1 1 1 2 1 1 1 1 1 1 1 1 2 2 1 2 2 1 1 1 2 1 2 1 1 1 1 1 1 1 1 
63 2 1 2 1 1 2 1 1 1 1 1 1 1 2 1 1 1 3 1 2 1 1 2 1 2 1 1 1 1 1 1 1 2 1 
64 3 1 2 2 1 1 2 1 1 2 2 1 2 1 2 1 1 3 1 2 1 1 1 2 1 1 1 1 2 2 1 2 1 2 
65 1 1 2 2 1 2 2 1 2 1 2 2 1 1 1 2 1 1 1 1 2 1 2 2 3 1 1 2 1 2 2 1 1 1 
66 1 2 1 1 2 1 1 1 1 1 2 2 1 1 2 1 1 2 1 2 1 1 2 1 2 1 1 1 1 2 2 1 1 2 
67 1 2 1 1 2 2 2 2 1 2 2 2 1 1 1 1 1 2 1 2 1 1 1 1 2 1 2 1 2 2 2 1 1 1 
68 1 2 2 2 1 2 1 2 1 1 2 2 1 1 1 2 1 2 1 2 1 1 1 1 2 1 2 1 1 2 2 1 1 1 
69 2 1 2 1 1 2 1 2 1 2 1 1 1 2 2 1 1 2 1 2 1 1 1 1 2 2 2 1 2 1 1 1 2 2 
70 2 1 2 1 1 2 2 1 1 2 2 1 1 2 2 1 1 1 2 2 2 1 1 2 2 2 1 1 2 2 1 1 2 2 
71 3 3 3 3 3 3 3 2 3 3 3 3 2 3 3 3 3 2 3 3 3 3 3 3 3 3 2 3 3 3 3 2 3 3 
72 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
73 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
74 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
75 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 2 3 3 3 3 3 3 3 3 
76 2 3 2 3 3 2 2 1 1 1 2 2 2 3 2 3 2 3 3 2 2 2 2 1 1 1 1 1 1 2 2 2 3 2 
77 1 1 1 1 1 1 2 2 2 1 1 1 2 2 2 1 2 1 2 3 2 2 2 1 1 2 2 2 1 1 1 2 2 2 
78 2 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
79 1 1 1 1 1 2 2 2 3 3 3 3 3 3 3 3 3 3 3 2 2 2 1 2 1 2 2 3 3 3 3 3 3 3 
80 2 2 2 2 1 1 1 1 2 2 2 1 2 2 2 2 1 1 1 1 1 2 2 2 1 1 1 2 2 2 1 2 2 2 
81 3 3 3 3 3 3 3 3 1 1 1 1 1 1 3 2 2 2 3 3 3 2 2 1 1 2 3 1 1 1 1 1 1 3 
82 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
83 1 1 1 1 1 2 2 2 1 1 1 1 2 2 1 2 1 2 1 2 1 2 1 1 1 2 2 1 1 1 1 2 2 1 
84 2 2 2 1 2 2 2 2 3 2 2 2 1 1 1 2 2 1 2 1 2 1 2 1 1 1 2 3 2 2 2 1 1 1 
85 1 1 1 1 2 1 1 2 2 1 1 1 1 2 1 2 1 2 1 2 1 1 2 2 2 2 2 2 1 1 1 1 2 1 
86 2 2 2 2 2 3 3 2 3 2 3 2 3 2 3 2 3 2 3 2 3 3 2 2 3 3 2 3 2 3 2 3 2 3 
87 3 2 3 3 3 2 2 3 2 3 2 3 3 2 2 3 3 2 3 2 3 3 3 3 3 2 3 2 3 2 3 3 2 2 
88 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
89 3 3 2 2 2 2 2 2 2 3 3 3 3 3 3 3 3 3 2 2 2 2 3 3 3 3 2 2 3 3 3 3 3 3 
90 2 3 2 3 2 3 2 3 3 2 3 2 3 2 2 2 2 2 3 3 3 3 3 3 2 1 3 3 2 3 2 3 2 2 
91 1 2 2 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 
92 1 2 2 1 1 1 2 1 1 1 2 1 1 2 2 2 1 1 1 1 1 1 1 1 1 1 1 1 1 2 1 1 2 2 
93 1 2 2 1 2 1 1 2 1 1 1 1 1 1 1 1 1 1 1 1 2 1 1 2 3 2 2 1 1 1 1 1 1 1 
94 1 2 2 1 1 1 2 1 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 1 2 1 1 1 2 1 1 1 1 
95 1 2 1 1 2 1 1 2 1 2 1 1 1 2 1 1 1 1 1 1 2 1 2 1 1 1 2 1 2 1 1 1 2 1 
75 
96 1 3 1 1 1 1 1 2 1 2 1 1 1 1 1 2 1 1 2 1 1 1 1 2 2 2 2 1 2 1 1 1 1 1 
97 1 2 1 2 1 1 1 1 2 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 2 3 1 2 1 1 1 1 1 1 
98 1 3 1 2 3 1 1 1 1 2 1 1 1 1 3 1 1 1 1 2 1 1 1 1 2 3 1 1 2 1 1 1 1 3 
99 1 2 1 2 1 1 1 1 1 1 2 1 1 2 1 1 1 1 1 1 2 1 1 1 2 1 1 1 1 2 1 1 2 1 
100 1 3 1 2 2 2 2 1 1 1 1 2 1 1 2 1 2 1 1 2 1 1 1 1 1 1 1 1 1 1 2 1 1 2 
101 2 2 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 1 1 1 1 1 2 1 1 
102 1 3 1 1 1 1 2 1 1 1 1 1 1 2 2 1 1 1 2 1 2 2 1 1 1 2 1 1 1 1 1 1 2 2 
103 1 3 1 1 2 1 2 1 1 1 2 1 1 1 2 1 1 1 1 1 1 2 1 1 1 2 1 1 1 2 1 1 1 2 
104 1 2 1 1 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 2 2 1 1 1 2 1 1 1 1 1 1 1 1 1 
105 3 2 1 1 2 1 3 1 1 1 2 1 1 1 1 1 2 2 1 1 2 1 1 2 1 1 1 1 1 2 1 1 1 1 
106 3 3 1 1 1 1 2 1 1 1 2 1 3 3 3 1 1 2 2 1 1 1 2 1 1 2 1 1 1 2 1 3 3 3 
107 2 3 1 1 1 1 1 2 1 1 3 1 1 1 1 1 1 1 1 2 1 2 1 1 1 1 2 1 1 3 1 1 1 1 
108 2 3 1 2 1 1 3 1 1 1 1 1 2 2 3 1 1 1 1 1 2 1 1 1 1 1 1 1 1 1 1 2 2 3 
109 2 3 3 1 2 1 1 2 1 1 2 1 1 1 2 1 1 1 1 2 1 1 1 2 2 2 2 1 1 2 1 1 1 2 
110 2 3 3 1 1 1 2 1 1 1 1 1 2 2 2 1 1 1 1 1 1 1 2 2 1 1 1 1 1 1 1 2 2 2 
111 2 3 3 1 2 1 1 3 1 1 1 1 1 1 1 1 1 1 2 1 1 1 1 1 1 2 3 1 1 1 1 1 1 1 
112 1 2 3 1 1 1 1 1 1 1 1 1 1 1 1 1 2 2 1 1 1 2 2 2 1 1 1 1 1 1 1 1 1 1 
113 1 2 3 3 1 1 1 2 1 1 1 1 1 1 1 2 1 1 1 1 1 1 1 1 1 2 2 1 1 1 1 1 1 1 
114 1 2 3 3 1 1 1 2 1 1 2 1 2 2 2 1 1 1 1 1 1 2 2 1 3 1 2 1 1 2 1 2 2 2 
115 1 2 3 1 1 1 2 1 1 1 2 1 1 1 3 1 1 1 2 1 1 1 1 1 2 2 1 1 1 2 1 1 1 3 
116 1 2 3 2 1 1 1 1 1 1 2 1 1 1 3 3 2 1 2 2 2 2 1 1 2 1 1 1 1 2 1 1 1 3 
117 1 2 3 2 1 1 2 1 1 1 2 1 1 1 1 1 1 1 1 1 2 1 1 1 2 1 1 1 1 2 1 1 1 1 
118 1 2 3 2 1 1 1 2 1 1 1 1 1 1 2 1 3 1 2 1 2 1 3 1 1 2 2 1 1 1 1 1 1 2 
119 1 3 3 1 1 1 1 2 1 2 2 1 1 2 1 1 1 1 1 1 2 1 3 2 1 1 2 1 2 2 1 1 2 1 
120 1 3 3 2 1 1 2 1 2 2 1 1 1 1 2 1 3 1 1 2 2 1 3 1 1 2 1 2 2 1 1 1 1 2 
121 1 3 3 2 1 1 1 2 1 1 1 1 2 1 1 1 1 1 2 1 1 2 1 2 2 2 2 1 1 1 1 2 1 1 
122 1 3 2 2 1 1 1 1 3 1 1 1 1 1 1 1 3 1 1 2 1 2 2 1 2 1 1 3 1 1 1 1 1 1 
123 1 3 2 2 1 1 2 1 1 1 2 1 1 1 2 1 2 1 2 2 1 2 1 1 1 2 1 1 1 2 1 1 1 2 
124 1 3 2 2 1 1 2 1 1 1 1 1 1 1 2 2 2 1 1 2 1 2 1 1 2 3 1 1 1 1 1 1 1 2 
125 2 3 2 2 1 1 2 1 1 2 1 1 1 3 1 2 2 1 1 3 1 1 2 2 2 1 1 1 2 1 1 1 3 1 
126 2 1 2 1 1 1 2 1 1 1 1 1 1 1 1 2 2 1 2 2 1 1 1 2 1 2 1 1 1 1 1 1 1 1 
127 2 1 2 1 1 2 1 1 1 1 1 1 1 2 1 1 1 3 1 2 1 1 2 1 2 1 1 1 1 1 1 1 2 1 
128 3 1 2 2 1 1 2 1 1 2 2 1 2 1 2 1 1 3 1 2 1 1 1 2 1 1 1 1 2 2 1 2 1 2 
129 1 2 3 3 1 1 1 2 1 1 2 1 2 2 2 1 1 1 1 1 1 2 2 1 3 1 2 1 1 2 1 2 2 2 
76 
130 1 2 3 1 1 1 2 1 1 1 2 1 1 1 3 1 1 1 2 1 1 1 1 1 2 2 1 1 1 2 1 1 1 3 
131 1 2 3 2 1 1 1 1 1 1 2 1 1 1 3 3 2 1 2 2 2 2 1 1 2 1 1 1 1 2 1 1 1 3 
132 1 2 3 2 1 1 2 1 1 1 2 1 1 1 1 1 1 1 1 1 2 1 1 1 2 1 1 1 1 2 1 1 1 1 
133 1 2 3 2 1 1 1 2 1 1 1 1 1 1 2 1 3 1 2 1 2 1 3 1 1 2 2 1 1 1 1 1 1 2 
134 1 3 3 1 1 1 1 2 1 2 2 1 1 2 1 1 1 1 1 1 2 1 3 2 1 1 2 1 2 2 1 1 2 1 
135 1 3 3 2 1 1 2 1 2 2 1 1 1 1 2 1 3 1 1 2 2 1 3 1 1 2 1 2 2 1 1 1 1 2 
136 1 3 3 2 1 1 1 2 1 1 1 1 2 1 1 1 1 1 2 1 1 2 1 2 2 2 2 1 1 1 1 2 1 1 
137 1 3 2 2 1 1 1 1 3 1 1 1 1 1 1 1 3 1 1 2 1 2 2 1 2 1 1 3 1 1 1 1 1 1 
138 1 3 2 2 1 1 2 1 1 1 2 1 1 1 2 1 2 1 2 2 1 2 1 1 1 2 1 1 1 2 1 1 1 2 
139 1 3 2 2 1 1 2 1 1 1 1 1 1 1 2 2 2 1 1 2 1 2 1 1 2 3 1 1 1 1 1 1 1 2 
140 2 3 2 2 1 1 2 1 1 2 1 1 1 3 1 2 2 1 1 3 1 1 2 2 2 1 1 1 2 1 1 1 3 1 
141 2 1 2 1 1 1 2 1 1 1 1 1 1 1 1 2 2 1 2 2 1 1 1 2 1 2 1 1 1 1 1 1 1 1 
142 2 1 2 1 1 2 1 1 1 1 1 1 1 2 1 1 1 3 1 2 1 1 2 1 2 1 1 1 1 1 1 1 2 1 
143 3 1 2 2 1 1 2 1 1 2 2 1 2 1 2 1 1 3 1 2 1 1 1 2 1 1 1 1 2 2 1 2 1 2 
144 2 3 3 1 1 1 2 1 1 1 1 1 2 2 2 1 1 1 1 1 1 1 2 2 1 1 1 1 1 1 1 2 2 2 












Variable Gestión del Riesgo 
D1 D2 D3 
1 2 3 4 5 6 7 8 9 10 11 12 13 14 
1 1 1 2 1 1 1 1 2 1 2 2 3 1 1 
2 1 2 1 1 2 1 2 1 1 2 1 2 1 1 
3 1 1 1 1 2 1 2 1 1 1 1 2 1 2 
4 1 1 2 1 2 1 2 1 1 1 1 2 1 2 
5 2 2 1 1 2 1 2 1 1 1 1 2 2 2 
6 2 2 1 1 1 2 2 2 1 1 2 2 2 1 
7 3 3 3 3 2 3 3 3 3 3 3 3 3 2 
8 3 3 3 2 3 3 3 3 3 3 2 2 3 2 
9 3 3 3 3 2 3 3 3 2 3 3 3 2 3 
10 3 3 2 3 3 3 2 3 3 3 3 2 3 3 
11 2 3 3 3 3 3 1 2 2 2 3 3 2 2 
12 3 2 3 2 3 3 2 2 2 2 1 1 1 1 
13 2 2 1 2 1 2 3 2 2 2 1 1 2 2 
14 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
15 3 3 3 3 3 3 2 2 2 1 2 1 2 2 
16 2 2 2 1 1 1 1 1 2 2 2 1 1 1 
17 1 3 2 2 2 3 3 3 2 2 1 1 2 3 
18 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
19 2 1 2 1 2 1 2 1 2 1 1 1 2 2 
20 1 1 2 2 1 2 1 2 1 2 1 1 1 2 
21 2 1 2 1 2 1 2 1 1 2 2 2 2 2 
22 2 3 2 3 2 3 2 3 3 2 2 3 3 2 
23 2 2 3 3 2 3 2 3 3 3 3 3 2 3 
24 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
25 3 3 3 3 3 2 2 2 2 3 3 3 3 2 
26 2 2 2 2 2 3 3 3 3 3 3 2 1 3 
27 1 1 1 1 1 1 1 1 1 1 1 1 1 1 
28 2 2 2 1 1 1 1 1 1 1 1 1 1 1 
29 1 1 1 1 1 1 1 2 1 1 2 3 2 2 
30 1 1 1 1 1 1 2 1 1 1 1 1 2 1 
31 2 1 1 1 1 1 1 2 1 2 1 1 1 2 
32 1 1 2 1 1 2 1 1 1 1 2 2 2 2 
33 1 1 1 1 1 1 1 1 1 1 1 2 3 1 
34 1 3 1 1 1 1 2 1 1 1 1 2 3 1 
35 2 1 1 1 1 1 1 2 1 1 1 2 1 1 
36 1 2 1 2 1 1 2 1 1 1 1 1 1 1 
37 1 1 1 1 1 1 1 1 2 1 1 1 1 1 
38 2 2 1 1 1 2 1 2 2 1 1 1 2 1 
78 
39 1 2 1 1 1 1 1 1 2 1 1 1 2 1 
40 1 1 2 1 1 1 2 2 1 1 1 2 1 1 
41 1 1 1 2 2 1 1 2 1 1 2 1 1 1 
42 3 3 1 1 2 2 1 1 1 2 1 1 2 1 
43 1 1 1 1 1 1 2 1 2 1 1 1 1 2 
44 2 3 1 1 1 1 1 2 1 1 1 1 1 1 
45 1 2 1 1 1 1 2 1 1 1 2 2 2 2 
46 2 2 1 1 1 1 1 1 1 2 2 1 1 1 
47 1 1 1 1 1 2 1 1 1 1 1 1 2 3 
48 1 1 1 2 2 1 1 1 2 2 2 1 1 1 
49 1 1 2 1 1 1 1 1 1 1 1 1 2 2 
50 2 2 1 1 1 1 1 1 2 2 1 3 1 2 
51 1 3 1 1 1 2 1 1 1 1 1 2 2 1 
52 1 3 3 2 1 2 2 2 2 1 1 2 1 1 
53 1 1 1 1 1 1 1 2 1 1 1 2 1 1 
54 1 2 1 3 1 2 1 2 1 3 1 1 2 2 
55 2 1 1 1 1 1 1 2 1 3 2 1 1 2 
56 1 2 1 3 1 1 2 2 1 3 1 1 2 1 
57 1 1 1 1 1 2 1 1 2 1 2 2 2 2 
58 1 1 1 3 1 1 2 1 2 2 1 2 1 1 
59 1 2 1 2 1 2 2 1 2 1 1 1 2 1 
60 1 2 2 2 1 1 2 1 2 1 1 2 3 1 
61 3 1 2 2 1 1 3 1 1 2 2 2 1 1 
62 1 1 2 2 1 2 2 1 1 1 2 1 2 1 
63 2 1 1 1 3 1 2 1 1 2 1 2 1 1 
64 1 2 1 1 3 1 2 1 1 1 2 1 1 1 
65 1 1 2 1 1 1 1 2 1 2 2 3 1 1 
66 1 2 1 1 2 1 2 1 1 2 1 2 1 1 
67 1 1 1 1 2 1 2 1 1 1 1 2 1 2 
68 1 1 2 1 2 1 2 1 1 1 1 2 1 2 
69 2 2 1 1 2 1 2 1 1 1 1 2 2 2 
70 2 2 1 1 1 2 2 2 1 1 2 2 2 1 
71 3 3 3 3 2 3 3 3 3 3 3 3 3 2 
72 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
73 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
74 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
75 3 3 3 3 3 3 3 3 3 3 3 3 2 3 
76 3 2 3 2 3 3 2 2 2 2 1 1 1 1 
77 2 2 1 2 1 2 3 2 2 2 1 1 2 2 
78 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
79 3 3 3 3 3 3 2 2 2 1 2 1 2 2 
80 2 2 2 1 1 1 1 1 2 2 2 1 1 1 
79 
81 1 3 2 2 2 3 3 3 2 2 1 1 2 3 
82 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
83 2 1 2 1 2 1 2 1 2 1 1 1 2 2 
84 1 1 2 2 1 2 1 2 1 2 1 1 1 2 
85 2 1 2 1 2 1 2 1 1 2 2 2 2 2 
86 2 3 2 3 2 3 2 3 3 2 2 3 3 2 
87 2 2 3 3 2 3 2 3 3 3 3 3 2 3 
88 3 3 3 3 3 3 3 3 3 3 3 3 3 3 
89 3 3 3 3 3 2 2 2 2 3 3 3 3 2 
90 2 2 2 2 2 3 3 3 3 3 3 2 1 3 
91 1 1 1 1 1 1 1 1 1 1 1 1 1 1 
92 2 2 2 1 1 1 1 1 1 1 1 1 1 1 
93 1 1 1 1 1 1 1 2 1 1 2 3 2 2 
94 1 1 1 1 1 1 2 1 1 1 1 1 2 1 
95 2 1 1 1 1 1 1 2 1 2 1 1 1 2 
96 1 1 2 1 1 2 1 1 1 1 2 2 2 2 
97 1 1 1 1 1 1 1 1 1 1 1 2 3 1 
98 1 3 1 1 1 1 2 1 1 1 1 2 3 1 
99 2 1 1 1 1 1 1 2 1 1 1 2 1 1 
100 1 2 1 2 1 1 2 1 1 1 1 1 1 1 
101 1 1 1 1 1 1 1 1 2 1 1 1 1 1 
102 2 2 1 1 1 2 1 2 2 1 1 1 2 1 
103 1 2 1 1 1 1 1 1 2 1 1 1 2 1 
104 1 1 2 1 1 1 2 2 1 1 1 2 1 1 
105 1 1 1 2 2 1 1 2 1 1 2 1 1 1 
106 3 3 1 1 2 2 1 1 1 2 1 1 2 1 
107 1 1 1 1 1 1 2 1 2 1 1 1 1 2 
108 2 3 1 1 1 1 1 2 1 1 1 1 1 1 
109 1 2 1 1 1 1 2 1 1 1 2 2 2 2 
110 2 2 1 1 1 1 1 1 1 2 2 1 1 1 
111 1 1 1 1 1 2 1 1 1 1 1 1 2 3 
112 1 1 1 2 2 1 1 1 2 2 2 1 1 1 
113 1 1 2 1 1 1 1 1 1 1 1 1 2 2 
114 2 2 1 1 1 1 1 1 2 2 1 3 1 2 
115 1 3 1 1 1 2 1 1 1 1 1 2 2 1 
116 1 3 3 2 1 2 2 2 2 1 1 2 1 1 
117 1 1 1 1 1 1 1 2 1 1 1 2 1 1 
118 1 2 1 3 1 2 1 2 1 3 1 1 2 2 
119 2 1 1 1 1 1 1 2 1 3 2 1 1 2 
120 1 2 1 3 1 1 2 2 1 3 1 1 2 1 
121 1 1 1 1 1 2 1 1 2 1 2 2 2 2 
122 1 1 1 3 1 1 2 1 2 2 1 2 1 1 
80 
123 1 2 1 2 1 2 2 1 2 1 1 1 2 1 
124 1 2 2 2 1 1 2 1 2 1 1 2 3 1 
125 3 1 2 2 1 1 3 1 1 2 2 2 1 1 
126 1 1 2 2 1 2 2 1 1 1 2 1 2 1 
127 2 1 1 1 3 1 2 1 1 2 1 2 1 1 
128 1 2 1 1 3 1 2 1 1 1 2 1 1 1 
129 2 2 1 1 1 1 1 1 2 2 1 3 1 2 
130 1 3 1 1 1 2 1 1 1 1 1 2 2 1 
131 1 3 3 2 1 2 2 2 2 1 1 2 1 1 
132 1 1 1 1 1 1 1 2 1 1 1 2 1 1 
133 1 2 1 3 1 2 1 2 1 3 1 1 2 2 
134 2 1 1 1 1 1 1 2 1 3 2 1 1 2 
135 1 2 1 3 1 1 2 2 1 3 1 1 2 1 
136 1 1 1 1 1 2 1 1 2 1 2 2 2 2 
137 1 1 1 3 1 1 2 1 2 2 1 2 1 1 
138 1 2 1 2 1 2 2 1 2 1 1 1 2 1 
139 1 2 2 2 1 1 2 1 2 1 1 2 3 1 
140 3 1 2 2 1 1 3 1 1 2 2 2 1 1 
141 1 1 2 2 1 2 2 1 1 1 2 1 2 1 
142 2 1 1 1 3 1 2 1 1 2 1 2 1 1 
143 1 2 1 1 3 1 2 1 1 1 2 1 1 1 
144 2 2 1 1 1 1 1 1 1 2 2 1 1 1 
































Anexo 6: Consentimiento informado 
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