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ABSTRAK
Keamanan merupakan salah satu aspek penting yang harus dipenuhi dalam system informasi. Dalam
kegiatan komunikasi terjadi pertukaran informasi sehingga sering timbul masalah keamanan dimana
informasi harus didistribusikan dengan aman. Informasi sendiri pada umumnya ditujukan untuk kelompok
tertentu. Sangat penting agar informasi tersebut tidak jatuh ke pihak yang tidak berkepentingan. Untuk
meningkatkan keamanan informasi biasanya digunakan kriptografi. Dalam kriptografi pesan diubah menjadi
cipherteks sehingga tidak dapat dimengerti lagi artinya. Tetapi pihak lawan dapat mengetahui bahwa pesan
tersebut adalah pesan rahasia. Untuk itu iperlukan steganografi dimana pesan akan isembunyikan alam
sebuah gambar. Dalam penilitian ini akan digabungkan algoritma kriptografi AES 128 bit dan steganografi
EoF. Algoritma kriptografi AES 128 bit akan menghasilkan cipherteks dimana kemudian cipherteks tersebut
akan disembunyikan dalam media gambar dengan menggunakan algoritma steganografi EoF. Hasil penilitian
menunjukan Algoritma Kriptografi AES 128 bit dapat digabungkan dengan algoritma Steganografi EoF dan
berjalan dengan baik.
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ABSTRACT
Security is one important aspect that must be met in the information system. In the communication activities
of exchange of information often resulting security issues where the information should be distributed safely.
Information itself is usually intended for specific groups. It is essential that the information does not fall into
unauthorized parties. To improve the security of information typically used cryptography. In the cryptographic
message is converted into ciphertext that can not understand anymore what it means. But the opposing party
can know that the message is a secret message. For that iperlukan steganography in which the message will
isembunyikan natural picture. In this research will be combined cryptographic algorithm is AES 128 bit and
steganography EoF. 128 bit AES cryptographic algorithm will produce ciphertext ciphertext which then it will
be hidden in media images using steganography algorithms EoF. Results showed penilitian cryptography
algorithm AES 128 bit algorithm can be combined with Steganography EoF and running properly.
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