In order to counter threats to the public administration system and minimize their impact on Ukraine's national security, it is first of all necessary to analyze and evaluate them. Existing approaches to the assessment of these threats do not involve their comprehensive consideration in the following areas: informative, cybernetic and corrupt.
The purpose of the study is to characterize (analyze) key threats to the public administration system in the field of national security.
The article identifies the sources, prerequisites and patterns of the emergence and manifestation of threats that affect the public administration in the field of public security. The main stages of the systematization process are considered. The main classification features are identified and multicriteria classification of threats to the public administration system is developed based on hierarchical analysis. The key threats to this system, which have an impact on all areas of Ukraine's national security, are highlighted.
The research revealed the complex nature of threats to the public administration, which in turn requires the development of integrated approaches to their neutralization.
Therefore, in order to ensure the functioning of the public administration system, it is envisaged to introduce an early detection and prevention system for key threats, which involves developing the most productive ways of counteracting such threats.
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АНАЛІЗ ЗАГРОЗ СиСТЕМи ДЕРЖАВНОГО УПРАВЛІННЯ У СФЕРІ НАцІОНАЛьНОї БЕЗПЕКи
Анотація. Для протидії загрозам системі державного управління і мінімізацію їх впливу на національну безпеку України насамперед необхідно провести їх аналіз і оцінку. Існуючі підходи до оцінки зазначених загроз не передбачають їх комплексного розгляду за напрямами: інформаційним, кібернетичним, корупційним.
Актуальність зазначеного напряму полягає у необхідності забезпечення належного рівня інформаційної та кібернетичної безпеки функціонування електронних комунікацій та державних електронних інформаційних ресурсів наряду із сучасними можливостями новітніх інформаційних технологій, використання яких дозволяють: розширити свободу і можливості людей, створити новий глобальний інтерактивний ринок інтелектуальної власності, стимулювати відповідальність та ефективність роботи влади, активізувати залучення громадян до управління державою та вирішення питань місцевого самоврядування, забезпечити публічність та прозорість влади, що в свою чергу сприятиме запобіганню корупції.
Автором запропоновано виділити загрози системі державного управління в окрему категорію для забезпечення можливості їх подальшого аналіза, прогнозування, і вироблення політики протидії.
Метою дослідження є сутнісна характеристика (аналіз) ключових загроз системі державного управління у сфері національної безпеки.
У статті визначено джерела, передумови та закономірності виникнення й прояву загроз, які впливають на систему державного управління у сфері державної безпеки. Розглянуто основні етапи процесу їх систематизації.
Виділено основні класифікаційні ознаки та розроблено багатокритеріальну класифікацію загроз системі державного управління на основі ієрархічного аналізу. Виділено ключові загрози даної системи, які мають вплив на всі сфери національної безпеки України.
Протягом проведеного дослідження виявлено комплексний характер загроз системі державного управління, що в свою чергу потребує вироблення комплексних підходів до їх нейтралізації. Тому для забезпечення функціонування системи державного управління передбачається впровадження системи раннього виявлення та попередження ключових загроз, яка передбачає вироблення найпродуктивніших способів протидії таким загрозам.
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АНАЛиЗ УГРОЗ ГОСУДАРСТВЕННОГО УПРАВЛЕНиЯ В СФЕРЕ НАциОНАЛьНОй БЕЗОПАСНОСТи
Аннотация. Для противодействия угрозам системе государственного управления и минимизацию их влияния на национальную безопасность Украины прежде всего необходимо провести их анализ и оценку. Существующие подходы к оценкам указанных угроз не предполагают их комплексного рассмотрения по направлениям: информационному, кибернетическому, коррупционному.
Актуальность данного направления заключается в необходимости обеспечения надлежащего уровня информационной и кибернетической безопасности функционирования электронных коммуникаций и государственных электронных информационных ресурсов наряду с современными возможностями новейших информационных технологий, использование которых позволяют: расширить свободу и возможности людей, создать новый глобальный интерактивный рынок интеллектуальной собственности, стимулировать ответственность и эффективность работы власти, активизировать привлечение граждан к управлению государством и решения вопросов местного самоуправления, обеспечить публичность и прозрачность власти, что в свою очередь будет способствовать предотвращению коррупции.
Автором предложено выделение угроз системе государственного управления в отдельную категорию для обеспечения возможности их дальнейшего анализа, прогнозирования и разработку политики противодействия.
Целью исследования является сущностная характеристика (анализ) ключевых угроз государственному управлению в сфере национальной безопасности.
В статье определены источники, предпосылки и закономерности возникновения и проявления угроз, влияющих на систему государственного управления в сфере государственной безопасности. Рассмотрены основные этапы процесса их систематизации. Выделены основные классификационные признаки и разработана многокритериальная классификация угроз системе государственного управления на основе иерархического анализа. Выделены ключевые угрозы данной системы, которые имеют влияние на все сферы национальной безопасности Украины.
В течение проведенного исследования определено комплексный характер угроз системе государственного управления, что в свою очередь требует разработки комплексных подходов по их нейтрализации. Поэтому для обеспечения функционирования системы государственного управления предполагается внедрение системы раннего выявления и предупреждения ключевых угроз, которая предполагает выработку наиболее эффективных способов противодействия таким угрозам.
Ключевые слова: угрозы, государственная безопасность, система государственного управления, национальная безопасность Украины.
Formulation of the problem. In today's context the security of the public administration system in the field of national security of Ukraine (hereinafter -the public administration system (PAS) is becoming more and more multifaceted concept. This is due, above all, to the two opposite processes that are inherent in the world of the socio-economic and political system -globalization and regionalization.
Developing the conceptual frameworks and developing an effective mechanism for ensuring the security of the public administration system, aimed at avoiding threats and minimizing their impact on Ukraine's national security as a whole, will allow a comprehensive approach to address the problem in the following areas: informational, cybernetic, corruption. In the writings of these scientists a comprehensive approach to the consideration of the threats to the national security of Ukraine as a whole, or their elements in the directions [1; 2-5] prevails: information resources (information war against Ukraine, lack of a coherent communication policy of the state, vulnerability of the critical infrastructure objects to cyber attacks); economy (crises, depletion of the financial resources of the state, reduction of the living standards); energy (distortions of the market mechanisms in the energy sector, insufficient diversification of the sources of energy and technology supply; criminalization and corruption of the energy sector, ineffective energy efficiency policy); ecology (high level of technogenic load on the territory of Ukraine, negative ecological consequences of the Chornobyl catastrophe, excessive volume of the production and consumption wastes).
At the same time, the threats to the public administration system do not fall into a separate category and are an integral part of the risks to the national security of Ukraine [6; 7-10] , which significantly complicates the analysis, forecasting and policy development of these threats.
During the research the author identified the key threats to the system of the public administration of the state security, revealed their relationship with the risks to the national security of Ukraine, and identified the complex nature of these threats to the PAS.
The purpose of the research is to characterize (analyze) the key threats to the public administration system in the field of the state security.
Outline of the main research material. The basis of the functioning of the public administration system is the use of certain information communication to provide numerous direct and feedback links [11] between the subjects (bodies of the executive power) and the objects of the administration (spheres and branches of the public life that are under the organizational influence of the state). Innovative approaches to PAS implementation include the use of the latest information technologies, the formation of open and free cyberspace, which in turn enhances people's freedom and opportunities, enriches the society, creates a new global interactive market for ideas, research and innovation, stimulates responsible and effective work of the authorities and active work of the citizens to governing the state and address issues of the local importance, ensure publicity and transparency of the government, contribute to the prevention of corruption (for example, violations of the state authorities and local self-government bodies of the Constitution and laws of Ukraine [6] , human and citizen rights and freedoms, including during election campaigns). In addition, the immediate prospects for e-government require the development and security of the cyberspace, the security and sustainable functioning of the electronic communications and the public electronic information resources [8] .
Therefore, three major components of the Ukrainian PAS should be identified: informational (waging an information war against Ukraine, lack of a coherent communication policy of the state, insufficient level of the media culture of the society), cybernetic (cybercrime and cyber terrorism; vulnerability of the critical infrastructure, public information resources to cyberattacks; physical and moral obsolescence of the state security system and other types of restricted information) and corruption (weakness, dysfunction, outdated model of the public institutions; deprofessionalization and degradation of the civil service, implementation by the state bodies of activities in the corporate and personal interests, which leads to violation of the rights, freedoms and legitimate interests of the citizens and economic entities).
Let us consider in more detail the impact of the key threats of the PAS on the national security (NS) spheres of Ukraine (Table) .
Thus, these key threats to the PAS affect all the spheres of the NS of Ukraine [6] and are complex in nature (informational: purposeful creation of information resources that discredit the actions of the Ukrainian authorities, manipulation of the public consciousness, conduct of information-psychological operations by the aggressor state; cy- Conclusions. Thus, the article proves the existence of the key threats of the Ukrainian PAS in the following areas: informational, cybernetic, corruption. Their systematicity and complexity with regard to the impact on all the NS of Ukraine series are shown.
In addition, it should be noted that the threats to the security of the Ukrainian PAS can be both internal and external, that is, they can occur both within the country and abroad. In this case, 
Informational sphere
Informational the dissemination by the mass media of a cult of violence, cruelty, pornography; disclosure of the state secret information or other restricted information aimed at meeting the needs and ensuring the protection of the national interests of the society and the state; attempting to manipulate the public consciousness, in particular by disseminating inaccurate, incomplete or biased information cybernetic cybercrime and cyber terrorism corruption restrictions on freedom of expression and access to public information they can disappear automatically under the conditions of normal functioning of the PAS (government mechanisms to prevent corruption, ensure information sovereignty and effectively counteract the cyber-space interference), but may need to be neutralized through the government regulation. In this context, the system for early detection and prevention of key PAS threats, which underpins its provision in the current context, should be based on a comprehensive multicriteria indepth analysis, which will allow them to systematize and select the most effective means and mechanisms to counter these threats.
Further consideration of these issues is to systematize the elements of key threats in the areas of influence on the spheres of the NS of Ukraine, to forecast the emergence and consequences of their implementation, as well as to develop a policy of effective counteraction to these threats.
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