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 Teknologi internet pada masa ini bisa dikatakan sebagai 
sarana utama di berbagai aktivitas. Chatting, bermain  game, 
surat-menyurat, mengirim data, mendengarkan lagu atau melihat 
film favorit dan masih banyak hal lain yang menggunakan 
teknologi internet. Syarat yang dibutuhkan pun cukup mudah yaitu 
anda cukup memiliki account di situs yang anda tuju (baik yang 
berbayar ataupun gratis), maka anda akan dapat menggunakan 
fasilitas yang ada. Untuk mendukung berbagai aktivitas tersebut 
diperlukan keamanan yang cukup untuk meningkatkan kenyamanan 
pengguna. Dengan adanya situs-situs palsu, keyloger, trojan , 
spyware  dan lainya ,adalah ancaman dalam melakukan kegiatan 
yang menggunakan internet. Penulis mencoba untuk mengatasi hal 
tersebut dengan menggunakan metode One Time Password yaitu 
metode agar password yang dimiliki oleh user selalu berubah. 
Dengan cara demikian tidak masalah apabila ada orang lain 
mengetahui password kita, karena password kita selalu berubah. 
Tetapi, bagaimana bila orang lain mengetahui password itu 
sebelum kita (masalah Penyadapan), maka kita gunakan  teknologi 
wireless yaitu SMS (Short Message Service) yang menggunakan 
jaringan lain. Dengan one time password menggunakan SMS gateway 
diharapkan mampu mengatasi masalah-masalah diatas.  
 One Time Password menggunakan SMS Gateway adalah mekanisme 
login dimana password yang digunakan selalu berubah setiap kali 
login, dan untuk media transfer password tersebut digunakan 
SMS(Short Message Service) melalui hand phone. Biasanya 
password statis (dengan adanya usaha dan waktu) lebih mudah 
untuk diakses pihak-pihak yang tidak bertanggung jawab. Dengan 
password yang selalu berubah tanpa harus mengingat password 
tersebut, pengiriman password langsung ke pengguna, dan 
penggunaan jaringan yang berbeda, diharapkan mampu meningkatkan 
keamanan account anda  dan kenyamanan anda pada saat melakukan 
login.  
 Tingkat kemacetan jaringan (GSM) merupakan faktor penting 
dalam mekanisme login seperti ini. Cepat atau lambatnya 
pengiriman password sangat bergantung akan hal tersebut. Dalam 
skripsi  ini penulis mencoba menerapkan konsep login ini pada 
forum mahasiswa(Vanilla 1.1.4). Forum mahasiswa yang sudah ada, 
akan diubah pada mekanisme loginya sehingga sesuai dengan konsep 
login OTP ini. Tentu saja ditambahkan fungsi-fungsi tambahan 
agar forum dapat berjalan sesuai dengan konsep ini.  
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