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 Aset  Segala sesuatu milik organisasi yang memiliki nilai contoh: data base, file, aset perangkat lunak, aset fisik, 
aset yang tidak terukur (intangible) 
Ancaman Keamanan 
infrmasi 
Berbagai model serangan terhadap keamanan informasi yang berupaya untuk mengakses tanpa hak , 
menghilangkannya atau merusak 
Availability Aspek Keamanan Informasi yang menjamin pengguna dapat mengakses informasi kapanpun tanpa adanya 
gangguan dan tidak dalam format yang tak bisa digunakan. Pengguna, dalam hal ini bisa jadi manusia atau 
komputer yang tentuny dalam hal ini memiliki otorisasi untuk mengakses informasi.  
Confidentiality  Aspek keamanan  infromasi yang harus bisa menjamin bahwa hanya mereka yang memiliki hak yang boleh 
mengakses informasi tertentu 
Fasilitas Informasi  Fasilitas yang terkait dengan pemrosesan Informasi yang mencakup dokumen, perangat keras, perangkat 
lunak, infrastruktur, dan bangunan yang melindunginya 
Informasi  Yang memiliki nilai sehingga merupakan sebuh aset yang perlu diamankan. Informasi tersebut dwadahi oleh 
fasilitas informasi 
Integrity Aspek keamanan  informasi yang harus menjamin kelengkapan informasi dan menjaga dari korupsi, 
kerusakan, atau ancaman lain yang menyebabkannya berubah informasi dari aslinya 
Risk Analysis Kegiatan menganalisa suatu resiko untuk menentukan level resiko yang terjadi 
Risk Assesment Kegiatan penilaian resiko untuk menentukan  nilai resiko yang dimiliki oleh suatu organisasi 
Risk Management Kegiatan mengelola resiko yang terdiri dari risk analysis, risk assesment, dan risk evaluation  
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Nama Simbol Deskripsi 
 
Connector 
Tanda Panah yang menunjukan arah aliran dari proses satu ke proses lainnya 
 
Proceess 
Simbol untuk menujukan sebuah langkah proses atau operasi. Umumnya 
menggunakan kata kerja dalam deskripsi yang singkat an jelas. 
 
Subprocess 
Simbol untuk menunjukan bahwa dalam langkah yang dimaksud terdapat 
flowchart lain yang menggambarkan langkah tersebut lebih terperinci  
 
Decision 
Simbol menunjukan sebuah langkah pengambilan keputusan. Umumnya 




Simbol untuk menujukan data yang menjadi input atau output proses  
 
Connector (on page) 
Simbol untuk menujukan keluar / masuk proses dalam lembar atau halaman 
yang sama 
 
Off page connector 




Simbol ini untuk meunjukan proses atau keberadaan dokumen 
 
Terminator 
Simbol ini menunjukan untuk awal atau akhir dari aliran proses 
