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Abstrak 
Di dalam masa menuju Society 5.0, teknologi dibidang informasi telah 
melakukan perkembangan secara massif dan pesat. Teknologi informasi perlu 
digunakan dalam bidang pendidikan seperti sekolah untuk mengelola dan 
menyajikan informasi, termasuk laporan nilai siswa atau raport. Penggunaan 
sistem pada raport siswa dapat meminimalkan kesalahan dalam pengelolaan data. 
Untuk menghindari pelaku tindak kejahatan yang tidak bertanggung jawab. Solusi 
untuk permasalahan keamanan data pada sistem tersebut adalah melakukan 
enkripsi data pada database. Algoritma yang akan diterapkan adalah Algoritma 
Asimetris RSA. Dengan menerapkan Algoritma tersebut pada data pada sistem 
raport akan terlindungi serta yang data pada sistem raport hanya dapat diakses 
oleh pengguna yang memiliki hak akses pada sistem tersebut. 
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