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En el desarrollo del presente trabajo nos proponemos a dar solución a dos casos 
de estudio debidamente propuestos por el instructor donde podremos aplicar los 
conceptos adquiridos a lo largo del curso cisco haciendo uso un direccionamiento 
eficaz, protocolos de enrutamiento, configuración de routers todo esto 
apoyándonos en la herramienta de simulación packet tracer. 
Empezando con el caso de estudio número uno veremos como la convergencia de 
redes se  ha convertido en    una  herramienta  casi que  indispensable  en  las 
empresas que quieren estar a la vanguardia y ser competitivas en un mundo 
globalizado. 
El control de inventarios, la cadena de suministros y la logística en general juegan 
procesos vitales al momento de minimizar tiempos en la entrega del producto final   
, es por esto que se ha vuelto imperativo  el  uso    administrativo  y  tecnológico  
por  medios  tecnológicos  en  cualquier  empresa, garantizar una calidad de 
servicio en una red es algo que se debe proveer  a nuestros  clientes, que 
necesiten el diseño e implementación de una red confiable, crear una red con 
calidad de servicio es saber que debemos garantizar una fiabilidad de datos con 
un porcentaje del 100%, crear redes redundantes a prueba de fallas y con equipos 
de monitoreo constante de la red. 
Es crear un nuevo modelo de trabajo, es por esto que se ve imperativa la función 
del ingeniero de redes, el cual pueda garantizar un porcentaje de operatividad y 
fiabilidad en las comunicaciones, minimizando el tiempo en solucionar fallas, para 
garantizar que la empresa siempre tenga control de su parte contable, 
administrativa y de mercadeo. 
En el segundo caso de estudio aplicaremos los preconceptos adquiridos en  
división de      subredes basados en una topología y en una dirección ip asignada, 
analizando los requisitos de direccionamiento, se determina si es un enrutamiento 
con clase o sin clase en nuestro caso particular se aplico el enrutamiento sin clase 
debido a que se necesita desperdiciar el mínimo de direcciones IP. 
En la segunda practica se emplea el esquema de direccionamiento sin clase 
VLSM (Mascara de subred de longitud variable) debido a que normalmente si la 
cantidad máxima de host en el esquema de subredes  es 254 se utiliza una clase 
C, de lo contrario se utilizaría una clase B. 
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En la tercera práctica se aplican los fundamentos de direccionamiento al igual que 


























Diseñar e implementar una red WAN conforme a los datos suministrados por la 
empresa COMERCIANTES S. A Realizar la configuración y funcionamiento de 
la red WAN virtual por medio de la herramienta de diseño Packet   tracer. 
 
Verificar el correcto funcionamiento de cada uno de los componentes de la red, 
realizando pruebas de conexión en cada dispositivo. Realizar las tablas de 
información de la configuración de los Router y Switch utilizados en el diseño de 
la red. 
 
En el segundo caso de estudio se pretende hacer una modernización en los 
equipos y de este mismo modo en su configuración y topología. 
 
Se hará uso de la técnica VLSM (Mascara de subred de longitud variable) la cual 
es de gran ayuda a la hora de hacer un direccionamiento eficaz  maximizando el 
uso de las direcciones IP. 
 
Se aplicaran los diferentes tipos de protocolos de enrutamiento como son OSPF, 
EIGRP y RIPv2. 
 
Una vez todo el direccionamiento, configuración de equipos y diseño de la 
topología este hecho se procederá a hacer su respectiva simulación en la 
herramienta de simulación de redes packet tracer. 
 
Realizar el diseño de un direccionamiento más eficiente y una modernización en 
los equipos de      la topología, con el objeto de lograr una red de datos más 
confiable y eficiente para así .lograr una mejor comunicación entre su sede 












Para las subredes utilizaremos la IP 192.168.0.0/16 
 
LAN Subred  Mascara primer host. Ultimo host Broadcast. 
 
LAN subred Subred Mascara Primer Host Ultimo host Broadcast 
















































Tabla 1. Direccionamiento de subredes LAN 
 
Para la conexión serial entre subredes usamos la IP 172.16.0.0 
 
























172.16.3.1 172.16.3.2 172.16.3.3 
 









Grafica 1. Topología de red sucursales y departamentos administrativos 
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2.2  Configuración Routers Bucaramanga, barranquilla, medellin, 









































































































Grafica 2. Prueba de conectividad WAN 
 
 











Grafica 5. Prueba de conectividad entre sucursales 
 
 













Grafica 9. Acuse de recibo de los ICMP 
 
3. CASO DE ESTUDIO CCNA2 
 
3.1  DESCRIPCION DEL PROYECTO ESCENARIO 
 
Una empresa con varias sucursales en diferentes ciudades del país desea 
modernizar el manejo de la red de datos que actualmente tiene y se describe a 
continuación: 
 
 Nombre empresa: CHALVER 
 
 Objeto social: 
 Empresa dedicada a la exportación e importación de equipos de computo. 
Sedes: 
 

























 Descripción Sede Principal: 
 
 Se cuenta con un edificio que tiene 3 pisos, en el primero están los cuartos 
de equipos que permiten la conexión con todo el país, allí se tiene: 
 
 3 Enrutadores CISCO principales, uno para el enlace nacional, otro para la 
administración de la red interna en los pisos 1 y 2 y otro para el tercer piso. 
 
 3 Switches Catalyst CISCO, uno para cada piso del edificio con soporte 
de24 equipos cada uno, actualmente se está al 95% de la capacidad. 
 
 Un canal dedicado con tecnología ATM que se ha contratado con ISP 




 El direccionamiento a nivel local es clase C. Se cuenta con 70 equipos en 
tres pisos, se tiene las oficinas de Sistemas (15 equipos, primer piso), 
Gerencia (5 Equipos, primer piso), Ventas (30 equipos, segundo piso), 
Importaciones (10 Equipos, tercer piso), Mercadeo (5 Equipos, tercer piso)y 
Contabilidad (5 Equipos, tercer piso). 
 
 El direccionamiento a nivel nacional es Clase A privada, se tiene un IP 




 Actualmente el Enrutamiento se hace con RIP versión 1, tanto para la parte 
local como para la parte nacional. 
 
3.2  DESCRIPCIÓN SUCURSALES 
 
 Cada sucursal se compone de oficinas arrendadas en un piso de un edificio 
y compone de los siguientes elementos: 
 
 Dos Routers por sucursal: Uno para el enlace nacional y otro para la 
administración de la red interna. 
 
 Un Switch Catalyst para 24 equipos, actualmente se utilizan 20 puertos. 
 
 Los 20 equipos se utilizan así: 10 para ventas, 5 para sistemas, 2 para 
importaciones y 3 para contabilidad. 
 
 Un canal dedicado con tecnología ATM para conectarse a la sede principal 
de 512Kbps. 
 
 El direccionamiento a nivel local es Clase C privado y a nivel nacional como 
se había dicho en la descripción de la sede principal. 
 





ACTIVIDADES A DESARROLLAR 
 
 1. Realizar el diseño de la sede principal y sucursales con las 
especificaciones actuales, un archivo PKT para la sede principal y para una 
sucursal. 
 
2. Realizar un diseño a nivel de Routers y Switch para todo el país con 
PacketTracert. 
 
3. Aplicar el direccionamiento especificado en el diseño del punto anterior 
 
4. Aplicar el enrutamiento actual en el diseño del punto  
 
5. Cambiar las especificaciones de direccionamiento y enrutamiento según    
las siguientes condiciones: 
 
 Aplicar VLSM en la sede principal y sucursales 
 
 Aplicar VLSM para la conexión nacional 
 
 Aplicar Enrutamiento OSPF en la conexión Nacional 
 
 Aplicar Enrutamiento EIGRP para la conexión interna en la sede principal 
 
 Aplicar Enrutamiento RIPv2 para todas las sucursales 
 
 Permitir el acceso a la IP Publica para: Pasto, Barranquilla, Bogotá, 
Medellín y Bucaramanga. 
 
3.3  CONFIGURACIÓN RED 
 
SEDE PRINCIPAL 
ROUTER PISO 1 Y 2 
 
Al router P 1 y 2 Se conectan las redes locales del piso 1 y piso 2, de la 
sede principal, teniendo en cuenta lo siguiente: 
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1. Subred que necesita mayor número de host: 
Piso 1  
Sistemas 15 host 
Gerencia 5 host 
Piso 2  
Ventas 1 30 host 
 
Tabla 3. Subred con mayor numero de host 
2. Realizar la división de las subredes teniendo en cuenta la mayor subred: 
El direccionamiento local será de clase C, (192.0.0.0 a 223.255.255.255), 




Tabla para asignación de subredes: 
 
D 512 256 128 64 32 16 8 4 2 1 
n 9 8 7 6 5 4 3 2 1 0 
 
Tabla 4. Asignación de subredes 
 
Fórmula:2 n - 2 
 Cómo la subred más grande es de sistemas, con 15 host, podría pensarse 
que la subred que nos sirve es la de D 16: 2 4 -2= 16-2=14, no sirve.  
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Tabla 5. Direccionamiento de subredes 
F0/1 Gerencia 2 3 -2= 8-2= 6 PARA 5 
 
IP (R.R.R.H) 192 168 1 0 
MASCARA 255 255 255 0 
OCTETOS ------------- -------------- ----------------- ------------- 
OCTETOS 11111111 11111111 11111111 11111000 
MASCARA 
SUBRED 
255 255 255 248 
SUBRED 













F1/0  Ventas: 2
5





192 168 1 0 
MASCARA 255 255 255 0 
OCTETOS -------------- ------------------- --------------- --------- 
OCTETOS 11111111 11111111 11111111 1111100000 
MASCARA 
SUBRED 
255 255 255 224 
SUBRED 









Tabla 7.Mascara de subred con VLSM 
 
 




192 168 1 0 
MASCARA 255 255 255 0 
OCTETOS -------------- ------------------- --------------- --------- 
OCTETOS 11111111 11111111 11111111 1111100000 
MASCARA 
SUBRED 












Tabla 8. Direccionamiento Router 2 
3.4  REDES WAN: 
 
Para la conexión entre redes WAN “puerto serial” de la red nacional, Se 
necesitarían 12 redes, 10 redes hacia las sucursales y 2 redes 
comunicando la sede principal. Tomamos como base la dirección ip: 
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10.0.0.0 con máscara 255.255.255.252, ó también 10.0.0.0/30, pues 
siguiendo la tabla tenemos: 
 
 
Tabla para asignación de subredes: 
 
 
D 512 256 128 64 32 16 8 4 2 1 
n 9 8 7 6 5 4 3 2 1 0 
 
Tabla 9. Tabla para asignación de subredes 
2n-2= 2 2 -2=4-2=2 host necesarios por red WAN 
 




TABLA REDES POR ROUTER 
 





P1Y2 F0/0 192.168.1.1 255.255.255.224 No aplica 
F0/1 192.168.1.33 255.255.255.248 No aplica 
F1/0 192.168.1.65 255.255.255.224 No aplica 




P3 F0/0 192.168.1.97 255.255.255.224 No aplica 
S0/0/0 10.0.0.6 255.255.255.252 No aplica 
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S0/0/1 10.0.0.50 255.255.255.252 No aplica 
NACIONAL S0/0/0 10.0.0.1 255.255.255.252 No aplica 
S0/0/1 10.0.0.5 255.255.255.252 No aplica 
S0/1/0 10.0.0.9 255.255.255.252 No aplica 
S0/1/1 10.0.0.13 255.255.255.252 No aplica 
S0/2/0 10.0.0.17 255.255.255.252 No aplica 
S0/2/1 10.0.0.21 255.255.255.252 No aplica 
S0/3/0 10.0.0.25 255.255.255.252 No aplica 
S0/3/1 10.0.0.29 255.255.255.252 No aplica 
S1/0/0 10.0.0.33 255.255.255.252 No aplica 
S1/0/1 10.0.0.37 255.255.255.252 No aplica 
S1/1/0 10.0.0.41 255.255.255.252 No aplica 
S1/1/1 10.0.0.45 255.255.255.252 No aplica 
BOGOTA S0/0/0 10.0.0.10 255.255.255.252 No aplica 
S0/0/1 10.0.0.53   
IBAGUE S0/0/0 10.0.0.14 255.255.255.252 No aplica 
S0/0/1 10.0.0.57   
MEDELLIN S0/0/0 10.0.0.18 255.255.255.252 No aplica 
S0/0/1 10.0.0.61 255.255.255.252 No aplica 
PEREIRA S0/0/0 10.0.0.22 255.255.255.252 No aplica 
S0/0/1 10.0.0.65 255.255.255.252 No aplica 
CALI S0/0/0 10.0.0.26 255.255.255.252 No aplica 
S0/0/1 10.0.0.69 255.255.255.252 No aplica 
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CARTAGENA S0/0/0 10.0.0.30 255.255.255.252 No aplica 
S0/0/1 10.0.0.73 255.255.255.252 No aplica 
CUCUTA S0/0/0 10.0.0.34 255.255.255.252 No aplica 
S0/0/1 10.0.0.77 255.255.255.252 No aplica 
B/MANGA S0/0/0 10.0.0.38 255.255.255.252 No aplica 
S0/0/1 10.0.0.81 255.255.255.252 No aplica 
B/QUILLA S0/0/0 10.0.0.42 255.255.255.252 No aplica 
S0/0/1 10.0.0.85 255.255.255.252 No aplica 
VILLAVO S0/0/0 10.0.0.46 255.255.255.252 No aplica 
S0/0/1 10.0.0.89 255.255.255.252 No aplica 
 








3.5  DISEÑOS DE RED 
 
 




Grafica 11. Packet Tracer Topología 
 
 
Grafica 12. Simulación con Packet Tracer WAN y LAN 
Direccionamiento a nivel nacional clase A privada, ip pública al ISP para el 
servicio: 200.21.85.93 mask 255.255.240.0. 
Direccionamiento local clase C privada enrutamiento RIP. 
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Con el desarrollo del presente trabajo se puede concluir que teniendo unos 
preconceptos bien fundamentados y claros podemos hacerle frente como futuros 
ingenieros a asuntos por resolver como por ejemplo el caso de estudio propuesto 
en el cual se pudieron identificar las cinco subredes y se les pudo hacer el estudio 
de direccionamiento, partiendo de una dirección de red escogida de acuerdo a 
nuestras necesidades, aplicando de este modo lo aprendido a lo largo del curso 
CCNA1 donde aprendimos a identificar el numero de subredes, a que clase 
pertenecía la dirección IP de cada equipo, configuración de routers y switch, como 
configurar equipos   en el IOS Cisco sistema operativo internetwork ,aplicando 
todos los comando aprendidos para definir puertos con sus respectivas 
direcciones IP,asignar claves de acceso y tipos de conexiones. 
 
Por último gracias a este invaluable programa packet tracer poder hacer una 
simulación lo más real posible haciendo uso de los comando PING y Traceroute 
comprobando que todo el diseño de la topología, junto con el direccionamiento 
lógico trabajaron exitosamente gracias a esta herramienta podemos ahorrar 
tiempo y presupuesto a la hora de implementar futuras redes. 
 
Se logra hacer un esquema de direccionamiento y subnetting, se logra emplear la 
cantidad de bits necesaria para la cantidad de subredes necesarias y la cantidad 
de host requeridas. 
Se logra implementar el protocolo sin clase VLSM (longitud variable).Se recuerdan 
los conceptos sobre como programar routers. Se determina la distancia 
administrativa de una ruta y se describe su importancia en el funcionamiento de la 
red. Se analizan los diferentes protocolos y su configuración básica como son: 
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