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1. Resumen
La propuesta de esta l´ınea de investigacio´n
es promover el uso y el estudio de IPv6. En
particular usar las nuevas posibilidades que
brinda el protocolo con respecto al manejo de
la QoS. Es importante notar que el protocolo
ya esta´ lo suficientemente maduro como para
usarse de forma masiva. La QoS es una de las
caracter´ısticas que IPv6 contempla desde su
disen˜o y es necesario explotarla para dar un
tratamiento diferenciado a las distintas clases
de tra´fico.
Palabras Claves: QoS, DiffServ, IntServ,
IPv6, Flow Label, Traffic Class.
2. Introduccio´n
IPv6 ya ha dejado de ser un protocolo
novicio y poco probado, ya han pasado ma´s de
10 an˜os desde que la RFC-2460 [20] esta como
Standard Track. El crecimiento acelerado de
la Internet y la demanda de nuevos servicios
parece llevar a que IPv6 sea indispensable y
deba difundirse a gran escala sobre la Internet.
Sin embargo, si se mira el avance del protocolo,
se ve un lento ritmo de expansio´n. El retraso
parece producirse porque los usuarios finales
de las redes nos quedamos sin formar parte del
cambio: Si no tenemos IPv6, no lo exigimos
a nuestros proveedores, o si lo tenemos al
alcance, pra´cticamente no la utilizamos. En
la Argentina, la tecnolog´ıa ya hace un tiempo
que esta´ disponible para uso productivo para
las universidades, mediante la red de la ARIU.
Estuvo anteriormente con RETINA, hoy
con Innova-RED a trave´s de la Red Clara.
Tambie´n existen proveedores comerciales
que ofrecen el servicio. Es importante esta
tecnolog´ıa para conectar con el “mundo”,
tanto as´ı como fomentar su uso dentro de las
redes de campus universitario. Su uso es tan
imperioso como el aprovechamiento y estudio
de las cualidades que ofrece.
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IPv6 propone mejoras importantes [21][6]
sobre su antecesor, IPv4, todas buscando sol-
ventar problemas no previstos en los disen˜os
iniciales por este u´ltimo. Una caracter´ıstica
que agrega es la inclusio´n del tratamiento de la
Calidad de Servicio (QoS). Las redes de datos,
hoy se utilizan como transporte de diferentes
clases de tra´fico, desde la navegacio´n utilizan-
do la WWW hasta informacio´n multimedial
llevando v´ıdeo y/o voz. La convergencia de las
redes a llevar las diferentes clases de informa-
cio´n hace que la QoS sea indispensable para
un correcto funcionamiento. IPv6 mantiene el
esquema de QoS de DiffServ agregado tiempo
despue´s a IPv4, pero este puede no satisfacer
los requerimientos para trabajar de extremo a
extremo.
Es importante estudiar y analizar implemen-
taciones de esquemas de QoS sobre IPv6. El
modelo DiffServ, como la utilizacio´n de otros
mecanismos, como el campo Flow Label del pa-
quete IPv6, son algunas alternativas. Estudiar
la integracio´n de IPv6 con redes MPLS o re-
des Wireless, tecnolog´ıas hoy muy difundidas e
implementar en un ambiente real lo estudiado
y simulado, de esta forma poder obtener datos
ma´s certeros.
3. Trabajos Existentes
Con respecto a IPv6 existe numerosa docu-
mentacio´n y bibliograf´ıa asociada para estu-
diarlo, e implementarlo, por ejemplo: [4][5][11].
El punto en el cual se coloca mayor e´nfasis en
esta l´ınea de investigacio´n es el de la QoS (Cali-
dad de Servicio). Los esquemas de QoS cla´sicos
son:
Best Effort: Modelo actual de QoS en Inter-
net, “Mejor Esfuerzo”, todo el tra´fico es
tratado de la misma forma, no hay ga-
rant´ıas de para´metros de QoS.
IntServ: [23] Simula un sistema de circui-
tos sobre IP. utiliza RSVP (Resource
Reservation Protocol) para sen˜alizacio´n
del camino por donde se requiere la
QoS. Se requieren mensaje de refresco
para mantener el camino. RSVP genera
“Soft States” en los routers, estos pueden
ser modificados por nuevos mensajes.
Trabaja con un esquema per-flow QoS,
trata de cubrir los requerimientos de QoS
por flujo de datos.
Desventajas:
Carencia de Escalabilidad. Demasia-
dos recursos de procesamiento y al-
macenamiento son requeridos. Los
flujos generan una granularidad muy
fina lo que produce que no escale el
modelo. Solo aplicable a redes chicas.
Todos los routers deben implemen-
tar RSVP, extra al tratamiento de la
QoS, control de admisio´n, clasifica-
cio´n, etc.
DiffServ: [19][13][22] Modelo ma´s simple que
IntServ. En este el tra´fico entra en la
red (dominio de QoS) y es clasificado en
los bordes, se agrupan diferentes flujos
en clases ma´s amplias, PHB (Per-hop-
behaviors). Granularidad gruesa. Podr´ıa
utiliza QoS/Bandwidth Brokers para ad-
ministrar y negociar los requerimientos,
comunicar con los routers de borde (edge
routers) y trazear las reservas de recursos
o podr´ıa implementarse de forma esta´ti-
ca. El tra´fico una vez marcado, es tratado
dentro del dominio de acuerdo a su mar-
ca. Todos los paquetes de la misma clase
deber´ıan ser tratados de la misma forma
dentro del dominio de QoS. DiffServ defi-
ne algunos tratamientos que deber´ıan apli-
carse en cada nodo a lo largo del camino
de acuerdo a la clase. Ba´sicamente se uti-
liza el campo DSCP (Differentiated Code
Point) en IPv4 o Traffic Class en IPv6. Es
un modelo ma´s sencillo y ma´s escalable
que IntServ.
Desventajas:
Se agrupan flujos individuales en una
misma clase, no pueden ser diferen-
ciados. Pocas clases.
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Modelo ma´s esta´tico en la implemen-
tacio´n.
Puede producirse un delay mayor en
el mapeo a las clases.
Otros modelos de QoS que se han desarro-
llado recientemente:
MPLS (Multi Protocol Label Switching):
[17] puede utilizar el modelo de DiffServ o
IntServ. Ofrece la posibilidad de trabajar
con Ingenier´ıa de Tra´fico. Modelo ma´s
eficiente, extensible a IPv6.
A continuacio´n se describen algunas compo-
nentes encontradas en los esquemas de QoS:
Control de Admisio´n: determina si hay re-
cursos o no disponibles para un requeri-
miento dado. Un ejemplo de esta funcio-
nalidad es la ofrecida por los Bandwidth/-
QoS Brokers.
Control de Pol´ıticas: se encarga de autori-
zar o denegar un requerimiento de QoS.
Integrado con el Control de Admisio´n.
Policing y Shaping: Las acciones que se to-
man sobre los paquetes o flows. Dentro de
estas pueden estar:
Descartar.
Remarcar en otra clase.
Marcar.
“Bufferar”, retener hasta que el re-
curso este disponible.
Clasificador: responsable de identificar los
paquetes correspondientes a un flujo o cla-
se y asignarlo a una clase de QoS. Esto se
realiza en los bordes del dominio, red de
QoS.
Planificador (Scheduler): es el encargado
de asegurarse que la QoS para un flujo o
clase sea recibida.
Existen esquemas que extrapolan directa-
mente un modelo a IPv6 [8][15][18] y se han
propuestos modelos nuevos, [7][10], pero basa-
dos en los cla´sicos.
Modelo de IPv6 QoS: Brevemente su fun-
cionamiento es el siguiente. A´ntes de
transmitir informacio´n, se debe enviar el
requerimiento de QoS. Este lo recibe uno
de los routers de borde y lo debe enviar al
Controlador del Dominio de QoS, quie´n lo
aprueba o no. Este resultado lo comunica
el router de borde al emisor. Si se acep-
ta se comienza a enviar. El requerimiento
lleva los campos: tiempo (duracio´n), tipo
de servicio (rate promedio, burst y pico),
el DGI y la direccio´n destino. Se utiliza
el Domain Global ID (DGI) o Packet ID:
(direccio´n origen IPv6 + Flow Label) pa-
ra reservar y mantener track de los flujos.
En [9] se propone un algoritmo de clasifi-
cacio´n del tra´fico IPv6 basado en el DGI
y la direccio´n destino. La clasificacio´n de
tra´fico es importante para ofrecer un me-
nor delay y un mejor tratamiento. En IPv4
esta tiene que leer campos de capas supe-
riores. Esto genera problemas ante la frag-
mentacio´n o cifrado de datos.
El modelo indica que el tra´fico se clasifica
en los routers de borde y es tratado con
la QoS adecuada, previamente configura-
da por el Controlador de QoS. Los rou-
ter en las simulaciones utilizan WFQ, y se
calcula el peso de acuerdo al campo TC
(Traffic Class), usado como prioridad. En
las publicaciones no hace referencia a co-
mo el TC se determina (setea). Se indican
como ventajas del modelo:
No se negocia la QoS con el emisor.
El modelo dice ser ma´s sencillo de im-
plementar porque no requiere proto-
colos externos de sen˜alizacio´n.
El QoS manager o Controlador de
QoS toma ventaja de los campos
Flow Label y Traffic Class para re-
servar y llevar la traza de la utiliza-
cio´n de recursos de la red. Los be-
neficios de usar el Flow Label son:
Procesamiento ma´s ra´pido, solo cam-
pos fijos de la cabecera. Evita layer
violation, ya que no se debe “meter”
dentro de PDU de las capas superio-
res, por ejemplo transporte mirando
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puertos u otros datos.
Su funcionamiento no es descripto en mu-
cho detalle en las publicaciones y solo se
han visto implementaciones basadas en si-
muladores, el caso de NS-2. No se tiene
en cuenta la escalabilidad ya que solo ha-
bla de un Controlador gene´rico y deja mu-
chos detalles importantes sin especificar.
Se indica que no requiere un protocolo de
sen˜alizacio´n externo pero no describe co-
mo se trabaja con los mensajes de control
que incluye en su descripcio´n. Se considera
importante por parte de la l´ınea de investi-
gacio´n ver el funcionamiento en escenarios
reales.
Con respecto a la inclusio´n de Flow Label
como campo determinante para seleccionar el
tratamiento de QoS que debe recibir la in-
formacio´n se han propuestos diferentes signi-
ficados para el mismo. En la RFC que lo de-
fine [12] se indican caracter´ısticas que luego
en [16][14][2][1] se proponen modificar para un
mejor aprovechamiento de este.
4. L´ıneas de Investigacio´n
y Desarrollo
Inicialmente, se esta´ realizando un ana´lisis
y estudio de los modelos actuales de QoS de
IPv4 e IPv6. Se trata de ver las propuestas y
soluciones que existen en el marco teo´rico y
pra´ctico. Es importante hacer algunas pruebas
y ver resultados de aquellas arquitecturas que
parezcan las ma´s difundidas. Esto es u´til pa-
ra una mejor comprensio´n del funcionamiento
y los conceptos involucrados, sirve para poder
identificar capacidades, requerimientos y limi-
taciones. Las pruebas realizadas en esta etapa
se debera´n realizar sobre simuladores y sobre
redes de prueba reales. Se pueden extrapolar a
secciones de redes reales en produccio´n.
La segunda etapa consiste en avanzar en la me-
jora de los modelos existentes o directamente
la eleccio´n de uno para su implementacio´n. Es-
to incluye trabajo con prototipos o simuladores
como NS-2 y/o NS-3.
Una tercera etapa puede considerarse la imple-
mentacio´n efectiva de mejoras de un modelo y
realizar pruebas y comparaciones con otras ar-
quitecturas. Integrar con una implementacio´n
de manejo de colas y QoS por un equipo con-
centrador IPv6 (router) de los diferentes flujos
de datos IPv6.
Se han realizado pruebas y modificaciones so-
bre el NS-2 para integrar la QoS de IPv6 con
redes Wireless.
5. Formacio´n de Recursos
Humanos
En el an˜o 2008 el Tesista Matias Robles ex-
puso su Tesis de Magister: “QoS en redes wire-
less con IPv6” [3], obteniendo con esta el t´ıtu-
lo de Magister en Redes de Datos. En la ac-
tualidad existe en curso una Tesis de Magister
en el tema por parte de otro de los integran-
tes del proyecto. Se esta comenzando a traba-
jar de forma conjunta con investigadores de la
UNRC.
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