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Samenvatting
Aanleiding en probleemstelling
Radio Frequency Identification (RFID) is een informatietechnologie die gebruik maakt van
radiogolven om objecten op afstand uniek te kunnen identificeren. De technologie bestaat uit een
RFID chip met een antenne en een leesapparaat. Omdat de kosten van RFID-chips, leesapparaten en
de randapparatuur omlaag zijn gegaan, is het gebruik van de technologie aantrekkelijker geworden.
Zo wordt RFID bijvoorbeeld steeds meer gebruikt bij transacties van consumenten. Via RFID gaan
betalingen snel, zodat wachtrijen bij de kassa kunnen worden voorkomen (Moon en Ngai, 2008). Het
succes van een technologie wordt in hoge mate bepaald door de acceptatie van de gebruiker, in dit
geval door de consument (Roussos, 2004). Ook het consumentenvertrouwen is een belangrijke factor
(Hossain en Prybutok, 2008, Roussos en Moussouri, 2004, Bélanger en Carter, 2008). Met de
opkomst van RFID is een discussie ontstaan over de beveiliging van persoonlijke gegevens (Kelly en
Erickson, 2005, Sarma et al., 2003, Hossain en Prybutok, 2008) en de privacy van consumenten (Jones
et al., 2004, Peslak, 2005, Thiesse, 2007, Astani en Bjorke, 2007). Privacy, beveiliging en vertrouwen
lijken daarom belangrijke aspecten te zijn die de consumentenacceptatie van RFID beïnvloeden.
Aspecten die de acceptatie van RFID beïnvloeden zijn nog maar zelden getest (Müller-Seitz et al.,
2009). (Matta en Moberg, 2006)) concluderen dat er onderzoek nodig is naar de factoren die de
adoptie van RFID beïnvloeden. Zo is bijvoorbeeld de invloed van privacy- en beveiliging-issues op de
acceptatie van RFID niet bekend (Ngai et al., 2008). Het doel van dit onderzoek is om meer inzicht te
krijgen in het adoptieproces van de consument. De probleemstelling luidt:
Welke factoren zijn bepalend voor de intentie van consumenten om gebruik te
maken van met RFID geïntegreerde betaalmiddelen?
Literatuur
De Unified Theory of Acceptance and Use of Technology (UTAUT) van Venkatesh et al. (2003) geldt
als het belangrijkste theoriemodel voor adoptieonderzoek (Min et al., 2008). De verklarende
variabelen in het UTAUT-model zijn de verwachte prestatie, de verwachte inspanning, de sociale
invloed en de gebruiksintentie. Daarnaast kent het UTAUT twee modererende variabelen die ook in
dit onderzoek zijn gebruikt, namelijk leeftijd en geslacht. Het model wordt in dit onderzoek
aangevuld met de variabelen vertrouwen, privacy en beveiliging omdat deze een belangrijke rol lijken
te spelen in het adoptieproces van RFID. Verder is in de literatuurstudie gebleken dat de variabele
vertrouwen kan worden opgedeeld in vertrouwen in de relatie en vertrouwen in de technologie.
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Beide variabelen worden daarom in het model ingebracht. Het model bestaat daarmee uit 8 latente
variabelen en 2 modererende variabelen.
Methode van onderzoek
Om het gemodificeerde model te kunnen toetsen zijn kwantitatieve data verzameld door een
enquête te verspreiden onder een groep van 250 consumenten. Uiteindelijk zijn 148 bruikbare
vragenlijsten terugontvangen, zodat de effectieve responserate op bijna 60% uitkomt. De data zijn
verwerkt en geanalyseerd met Partial Least Squares.
Resultaten
Uit de analyse blijkt dat de modererende variabelen geen significant effect hebben op de relaties in
het model. Uit de resultaten van het onderzoek blijkt verder dat de verwachte prestatie wel een zeer
sterke significante positieve invloed heeft op de gebruiksintentie. Hierbij wordt de verwachte
prestatie positief beïnvloed door het vertrouwen in de technologie en negatief beïnvloed door de
verwachte inspanning. Hierdoor heeft verwachte inspanning alleen een indirecte invloed op de
gebruiksintentie . De directe relatie met de gebruiksintentie kon niet worden aangetoond. Ook blijken
de sociale invloed, de beveiliging en het vertrouwen in de technologie geen directe significante
invloed te hebben op de gebruiksintentie.
Zowel het vertrouwen in de technologie als het vertrouwen in de relatie worden in sterke mate
positief beïnvloed door de perceptie van de beveiliging. Verder heeft de privacy een positief verband
met het vertrouwen in de relatie en hierdoor heeft het een lichte invloed op de gebruiksintentie. Het
vertrouwen in de relatie leidt namelijk tot een hogere gebruiksintentie , al is het in lichte mate. Als
laatste is in het onderzoek geconcludeerd dat de beveiliging een grotere invloed heeft op de
gebruiksintentie dan de privacy.
Beperkingen en aanbevelingen
Het onderzoek kent een aantal beperkingen, zodat de resultaten met de nodige voorzichtigheid
moeten worden geïnterpreteerd. In dit onderzoek zijn percepties gemeten over één RFID
toepassing, waarbij de gebruiksintentie is verklaard en niet het gebruiksgedrag. Toekomstige studies
zouden daarom niet alleen de gebruiksintentie , maar ook het gebruiksgedrag over meerdere soorten
RFID betaalmiddelen kunnen onderzoeken. Hierbij dient de rol van de sociale invloed nader te
worden onderzocht. Aangezien het gebruik van RFID in een aantal gevallen wordt opgelegd kan het
“verplichte” gebruik van RFID ook een reden zijn tot vervolgonderzoek. Ten slotte kan het model
mogelijk worden aangevuld met andere variabelen.
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1 Introductie
Radio Frequency Identification (RFID) is een informatietechnologie (IT) die gebruik maakt van
radiogolven om objecten op afstand uniek te kunnen identificeren. De technologie stamt al uit de
Tweede Wereldoorlog en werd door de Royal Air Force gebruikt om eigen en vijandelijke vliegtuigen
te kunnen onderscheiden (Tzeng et al., 2008). De RFID technologie bestaat uit een chip met een
antenne en een leesapparaat. Het leesapparaat kan de chip automatisch identificeren en de
opgeslagen informatie lezen zonder dat de chip zich in het gezichtsveld hoeft te bevinden. Door de
jaren heen zijn de technologische inzichten steeds beter geworden en zijn de kosten van RFID-chips,
leesapparaten en de randapparatuur omlaag gegaan (Jones et al., 2004). Hierdoor is de technologie
nu mogelijk ook aantrekkelijk geworden voor andere sectoren.
Zo kan door de eenvoudige en unieke identificatie van objecten de besturing van de logistieke keten
efficiënter worden (Hingley et al., 2007, Vijayaraman en Osyk, 2006). Alhoewel RFID mogelijkheden
biedt voor de gehele logistieke keten levert RFID het meeste voordeel voor de detailhandel (Brown
en Russell, 2007). Hierbij biedt RFID niet alleen voordelen voor de detailhandelaren zelf maar ook
voor de consument (Spiekermann en Berthold, 2006, Müller-Seitz et al., 2009). Zo kan RFID
aantrekkelijk zijn om te gebruiken bij de transacties van consumenten. De OV-chipkaart en mobiel
betalen zijn hier voorbeelden van. Deze RFID toepassingen leveren voor de consument het voordeel
dat sneller kan worden betaald waardoor wachtrijen korter worden (Moon en Ngai, 2008). Gezien de
mogelijkheden van RFID zal de consument steeds meer met de technologie in aanraking komen
(Jones et al., 2004).
Met de opkomst van RFID is een discussie ontstaan omtrent de beveiliging van persoonlijke gegevens
(Kelly en Erickson, 2005, Sarma et al., 2003, Hossain en Prybutok, 2008) en de privacy van
consumenten (Jones et al., 2004, Peslak, 2005, Thiesse, 2007, Astani en Bjorke, 2007). Consumenten
maken zich zorgen om hun privacy omdat persoonlijke gegevens via het gebruik van een aantal RFID
toepassingen in de detailhandel kan worden geregistreerd en worden misbruikt. Een aantal RFID
projecten is vanwege deze privacy issues bemoeilijkt en zelfs mislukt (Astani en Bjorke, 2007, Xiao et
al., 2007). Daarnaast kunnen persoonlijke gegevens door een slecht beveiligingssysteem in verkeerde
handen vallen waardoor evenzeer de privacy van de klant geschonden kan worden. Daarom speelt
ook de beveiliging van persoonlijke gegevens een rol in de consumentenacceptatie van RFID
(Eckfeldt, 2005, Müller-Seitz et al., 2009). Een derde belangrijk aspect, dat in de literatuur naar voren
komt bij de adoptie van nieuwe technologieën, is het consumentenvertrouwen (Hossain en Prybutok,
2008, Roussos en Moussouri, 2004, Bélanger en Carter, 2008). Veel onderzoekers geven aan dat er
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bij het gebruik van RFID een relatie bestaat tussen het vertrouwen en de privacy- en
beveiligingsaspecten (Lee et al., 2007). Privacy, beveiliging en vertrouwen zijn daarom belangrijke
aspecten die de acceptatie van RFID door de consument kunnen beïnvloeden.
Ondanks het potentieel van RFID is de adoptie van deze technologie nog maar zeer beperkt (Tzeng et
al., 2008, Matta en Moberg, 2006, Kelly en Erickson, 2005). Voorspellingen dat RFID in de logistieke
keten al door veel bedrijven geadopteerd zou zijn, komen nog niet uit (Matta en Moberg, 2007). Vier
veel genoemde belangrijke obstakels voor de adoptie van RFID zijn: de kosten en de nog onbekende
return-on-investment , de technische risico’s , het diep in de infrastructuur gewortelde gebruik van
barcodes en als laatste, de zorgen van consumenten omtrent hun privacy (Tajima, 2007). Daarnaast
is het succes van nieuwe technologische mogelijkheden erg afhankelijk van de acceptatie van de
consument (Roussos, 2004). Volgens Roussos (2004) kan de consument daarom een belangrijke rol
spelen in het RFID adoptieproces van bedrijven.
In 2003 hebben Venkatesh et al. de Unified Theory of Acceptance and Use of Technology (UTAUT)
ontwikkeld en hebben zij hiermee in de wetenschap een aanmerkelijke stap vooruit gezet op het
gebied van technologieacceptatie (Raaij en Schepers, 2008). Dit adoptiemodel is gebaseerd op acht
andere prominente adoptiemodellen en geeft een betere beschrijving van de werkelijkheid dan elk
van deze individuele modellen (Carlsson et al., 2006). Het UTAUT-model wordt gezien als de
belangrijkste theorie voor de toekomst voor de adoptie van informatietechnologie (Min et al., 2008).
Alhoewel het UTAUT nog niet eerder in de context van de acceptatie van RFID is gebruikt, heeft het
model zijn geschiktheid, geldigheid en betrouwbaarheid al in verschillende contexten bewezen
(AlAwadhi en Morris, 2008). Volgens Venkatesh et al. (2003) kan wel een aanpassing of een
uitbreiding aan het model benodigd zijn. De variabelen privacy, beveiliging en vertrouwen komen
dan ook niet tot uiting in het originele UTAUT-model terwijl deze variabelen vanuit de literatuur wel
een zeer belangrijke rol lijken te spelen bij de consument en hun acceptatie van RFID.
Er is nog maar zelden onderzoek gedaan naar de consumentenacceptatie van RFID (Hossain en
Prybutok, 2008). Factoren die de adoptie van RFID beïnvloeden zijn nog maar zelden getest (Müller-
Seitz et al., 2009). Er is dan ook behoefte aan onderzoek naar privacy- en beveiligings-issues en hun
impact op de adoptie van RFID op het niveau van de consument (Ngai et al., 2008). Matta en Moberg
(2006) concluderen dat er onderzoek is benodigd naar factoren die RFID adoptie beïnvloeden zodat
de adoptiesnelheid bij bedrijven kan worden verhoogd. Het consumentenvertrouwen speelt daarin
een belangrijk rol (Lee et al., 2007, Roussos en Moussouri, 2004).
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Het doel van dit onderzoek is om meer inzicht te krijgen in het adoptieproces van de consument door
het UTAUT-model van Venkatesh et al. (2003) aan te vullen met de variabelen vertrouwen, privacy
en beveiliging en het aangevulde model te toetsen. Door middel van dit onderzoek zal worden
bepaald of de onderzochte variabelen een significante rol spelen bij de intentie van consumenten om
gebruik te maken van RFID bij transacties. De uit dit onderzoek voortgebrachte kennis kan worden
gebruikt door bedrijven die RFID willen toepassen bij het betalingsverkeer van de consument.
Daarnaast kan het houvast bieden voor vervolgonderzoek.
Probleemstelling
Welke factoren zijn bepalend voor de intentie van consumenten om gebruik te maken van met RFID
geïntegreerde betaalmiddelen?
Onderzoeksvragen
1. Wat zijn de relaties tussen de variabelen vertrouwen, privacy en beveiliging en de variabelen
uit het UTAUT-model?
2. Welke invloed hebben de variabelen in het gemodificeerde model op de gebruiksintentie?
De relaties tussen de variabelen worden in kaart gebracht door een gedegen literatuurstudie. De
kwantitatieve data, die benodigd is om het gemodificeerde model te kunnen toetsen, zal worden
verzameld via het uitzetten van een vragenlijst. De data zal worden verwerkt en geanalyseerd
waarna met behulp van de resultaten antwoord kan worden gegeven op de onderzoeksvragen. Via
de beantwoording van de onderzoeksvragen wordt meer inzicht gegeven in het adoptieproces van de
consument.
Dit onderzoeksverslag is als volgt opgebouwd. In hoofdstuk 2 worden de resultaten van de
literatuurstudie weergegeven. In het hoofdstuk zal allereerst een korte introductie worden gegeven
over Radio Frequency Identification. Hierna volgt een bespreking van de Unified Theory of
Acceptance and Use of Technology en de variabelen vertrouwen, privacy en beveiliging. Daarna
wordt in hoofdstuk 3 inzage gegeven in de gekozen onderzoeksmethode. In hoofdstuk 4 worden de
resultaten van het onderzoek gepresenteerd. De resultaten zullen vervolgens worden besproken en
bediscussieerd in hoofdstuk 5. In hoofdstuk 6 wordt afgesloten met een conclusie, limitaties en
aanbevelingen voor vervolgonderzoek.
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2 Literatuurstudie
In dit hoofdstuk worden de resultaten van de literatuurstudie besproken. Allereerst zal in paragraaf
2.1 Radio Frequency Identification het onderwerp zijn. In deze paragraaf wordt op een algemene
manier uitleg gegeven aan de werking en unieke eigenschappen van RFID. Bovendien wordt
aangegeven op welke soort RFID toepassingen dit onderzoek zich zal richten. In paragraaf 2.2 wordt
ingegaan op de Unified Theory of Acceptance and Use of Technology van Venkatesh et al. (2003) en
zal worden aangegeven waarom in dit onderzoek voor het UTAUT-model is gekozen. Daarnaast
worden de limitaties van dit model besproken. In paragraaf 2.3 wordt een aantal beperkingen van
het onderzoek aangegeven. Naar aanleiding van deze beperkingen zullen namelijk een aantal UTAUT
variabelen niet worden ingebracht in het op te stellen model. In paragraaf 2.4 worden de
oorspronkelijke variabelen van het UTAUT- model besproken en gedefinieerd en in paragraaf 2.5
wordt dit gedaan voor de variabelen vertrouwen, privacy en beveiliging. Daarnaast worden er in
paragraaf 2.5 relaties gelegd tussen de drie variabelen en de variabelen uit het UTAUT- model. Tot
slot wordt in paragraaf 2.6 een gemodificeerd conceptueel model gepresenteerd.
2.1 Radio Frequency Identification
2.1.1 De werking van Radio Frequency Identification
Radio Frequency Identification maakt gebruik van een RFID chip, een antenne die gekoppeld is aan
de chip en een leesapparaat. Verder is meestal een middleware oplossing benodigd om een
koppeling te maken met de door het leesapparaat te ontvangen data en de achterliggende ICT
infrastructuur. Er bestaan twee soorten RFID-chips: passieve en actieve chips. In het geval van de
passieve chip zendt het leesapparaat (1) radiogolven uit die door de antenne van de chip (2) worden
opgevangen. Vervolgens wordt de energie die door de antenne wordt opgevangen gebruikt om de
informatie op de chip terug te zenden (3) naar het leesapparaat. Het leesapparaat zal de ontvangen
informatie via de middleware oplossing (4) doorsturen naar een informatiesysteem.
Figuur 1. Werking van RFID
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Een actieve chip heeft naast een antenne ook een eigen krachtbron in de vorm van een batterij.
Hierdoor is de chip in staat om zwakkere radiosignalen te ontvangen maar ook om zelfstandig zijn
informatie uit te zenden naar een leesapparaat. Het voordeel hiervan is dat er op grotere afstanden
gecommuniceerd kan worden. Het nadeel is de beperkte levensduur van de batterij.
RFID kan gebruik maken van verschillende frequentiebanden. Afhankelijk van het soort
betalingsysteem wordt bij transacties meestal gebruik gemaakt van de High-Frequency (HF) of Ultra
High-Frequency (UHF) passieve chip (Chen en Adams, 2004). Verder zijn er net als dat het geval is bij
Dvd’s en Cd’s, herschrijfbare en niet herschrijfbare RFID-chips in omloop.
2.1.2 De unieke eigenschappen van Radio Frequency Identification
RFID kan door zijn unieke eigenschappen veel meer mogelijkheden bieden dan andere
identificatiemiddelen zoals bijvoorbeeld de barcode (Wyld et al., 2005). De technologie heeft vier
belangrijke voordelen (Langheinrich, 2007) ten opzichte van de nu veel gebruikte barcode.
1. Automatisering. Terwijl de op de artikelen geplakte barcodes één-voor-één moeten worden
gescand, kunnen artikelen met een RFID chip tegelijkertijd en automatisch op afstand
worden gelezen zonder dat de chip zich in het gezichtsveld van het leesapparaat behoeft te
bevinden. Een uitzondering hierop is een RFID chip die zich in een metalen behuizing bevindt.
Omdat radiogolven niet door metaal kunnen penetreren is een RFID chip, in een metalen
behuizing, niet van buitenaf te lezen.
2. Identificatie. Via RFID is een unieke identificatie van het product mogelijk. Verder kan een
RFID chip (64 bit) veel meer informatie bevatten dan een barcode (19 bit) (Li et al., 2006).
Daarnaast is de identificatie minder fout gevoelig (Wyld et al., 2005).
3. Integratie. Doordat de technologie gebruik van maakt radiocommunicatie tussen het
leesapparaat en de chip wordt het voor producenten mogelijk de chips ook in het artikel te
integreren (zolang dit geen metaal is). Dit levert bescherming op tegen onder andere vuil en
het gaat ongewenste verwijdering tegen.
4. Echtheid. RFID levert een meer betrouwbare identificatie dan barcodes omdat de chips ten
opzichte van de barcode niet makkelijk onbedoeld gekopieerd kunnen worden.
2.1.3 Toepassingen
Tegenwoordig zijn er al een aantal RFID toepassingen voor de consument beschikbaar. Zo wordt RFID
gebruikt in paspoorten maar ook in bibliotheken (Juels, 2006). Echter, veel RFID toepassingen die op
dit moment door de consument gebruikt worden liggen in de sfeer van het betalingsverkeer. Door
middel van RFID gaan betalingen namelijk snel en kunnen lange wachtrijen bij de kassa voorkomen
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worden (Moon en Ngai, 2008). Zo wordt RFID gebruikt bij het betalen op tolwegen en tankstations
(Wyld et al., 2005). Verder is de OV-chipkaart, waarmee in het openbaar vervoer betaald kan
worden, een bekende RFID toepassing. Tegenwoordig bestaat ook de mogelijkheid om met behulp
van RFID via de mobiele telefoon aankopen te doen bij winkels. Daarnaast is er in de detailhandel
reeds geëxperimenteerd met RFID geïntegreerde klantenkaarten (Thiesse, 2007, Moon en Ngai,
2008). Dit onderzoek richt zich daarom op de adoptie van RFID toepassingen die gebruikt worden bij
het betalingsverkeer.
2.2 Unified Theory of Acceptance and Use of Technology
2.2.1 Het UTAUT-model
Bij de implementatie van een nieuwe technologie is acceptatie door de gebruiker een eerste
voorwaarde (Min et al., 2008). Ook zal alleen de volledige potentie van een technologie benut
worden indien de gebruiker de technologie accepteert (Min et al., 2008). Daarom is het belang van
onderzoek naar IT adoptie al sinds de middenjaren tachtig onderkend (Min et al., 2008). In het
verleden zijn dan ook verscheidene studies gedaan naar de adoptie van informatiesystemen en zijn
meerdere adoptiemodellen en theorieën ontwikkeld (Aggelidis en Chatzoglou, 2009).
Zo hebben in 2003 Venkatesh, Morris, Davis & Davis de Unified Theory of Acceptance and Use of
Technology ontwikkeld. Het is een adoptiemodel dat is gebaseerd op empirisch onderzoek naar acht
adoptiemodellen. Volgens Venkatesh et al. (2003) werden onderzoekers bij hun studie naar adoptie
telkens geconfronteerd met een behoorlijk aantal verschillende modellen en theorieën waaruit een
keuze gemaakt moest worden. Vaak gingen bij die keuze belangrijke bijdragen uit andere modellen
of theorieën verloren. Venkatesh et al. (2003) zagen daarom de behoefte om een uniform model te
ontwikkelen waarbij de belangrijkste theorieën gewaarborgd bleven.
Venkatesh et al. (2003) hebben het UTAUT-model ontwikkeld op basis van de volgende acht
theoretische modellen:
 Theory of Reasoned Action; TRA (Fishbein & Azjen, 1975)
 Technology Acceptance Model; TAM (Davis, 1989)
 Motivational Model; MM (Davis, Bagozzi & Warshaw, 1992)
 Theory of Planned Behavior; TPB (Azjen, 1991)
 Een gecombineerd TAM - TPB model; C-TAM-TPB (Taylor & Todd, 1995)
 Model of PC Utilization; MPCU (Triandis, 1997; Thompson, Higgins & Howel, 1991)
 Innovations Diffusion Theory; IDT (Rogers, 2003; Moore & Benbasat, 1991)
Consumentenacceptatie van Radio Frequency Identification: Het gebruik van RFID bij transacties 11
 Social Cognitive Theory; SCT (Bandura, 1986; Compeau & Higgins, 1995)
Deze modellen bestaan elk uit twee tot zeven variabelen die een relatie hebben met de
gebruiksintentie. Het UTAUT-model bestaat uit vier latente variabelen die een significante relatie
hebben met de gebruiksintentie en vier modererende variabelen. Het conceptueel model is in figuur
2 weergegeven.
Figuur 2. UTAUT-model Venkatesh et al. (2003)
Het UTAUT-model beschrijft de adoptie (gebruik) van een nieuwe informatietechnologie. De
afhankelijke variabele in het model is het gebruiksgedrag. De variabele gebruiksgedrag wordt
beïnvloedt door de variabelen faciliteiten en gebruiksintentie. De gebruiksintentie is een afhankelijke
variabele en wordt beïnvloedt door de drie variabelen: verwachte prestatie, verwachte inspanning en
sociale invloed . Daarnaast zijn geslacht, leeftijd, ervaring en vrijwilligheid als vier modererende
variabelen in het model ingebracht. De vier variabelen beschrijven de individuele karakteristieken
van de gebruiker en hebben een modererend effect op de relaties tussen de onafhankelijke
variabelen en het gebruiksgedrag. Indien de variabelen faciliteiten en gebruiksintentie een hoge
waarde hebben dan is het waarschijnlijk dat een individu de nieuwe technologie zal adopteren.
2.2.2 De reden voor de keuze van UTAUT
Het UTAUT-model gebruikt acht prominente adoptiemodellen (Cheng et al., 2008, Xiaoping en Jing,
2008). Daarmee is het UTAUT-model tot op heden het meest theorie-omvattende-adoptiemodel en
heeft het een zeer hoog verklarende kracht (Min et al., 2008). Venkatesh et al. (2003) wisten met het
UTAUT 69% van de variantie van de gebruiksintentie te verklaren. Dit is aanzienlijk meer dan de
meeste adoptiemodellen die zo’n 40% verklaren (Venkatesh et al., 2003). Het model heeft zijn
geschiktheid, geldigheid en betrouwbaarheid in verschillende contexten bewezen (AlAwadhi en
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Morris, 2008). Het UTAUT-model kan daarom gezien worden als het belangrijkste theoriemodel voor
onderzoek naar IT adoptie voor de toekomst (Min et al., 2008) en als basis dienen voor verder
onderzoek (Loo et al., 2009).
2.2.3 Beperkingen van het model
Venkatesh et al. hebben in 2003 via het UTAUT-model de bedoeling gehad om een tool voor
managers te ontwikkelen die willen beoordelen hoe groot de kans is op succes van nieuwe te
introduceren informatietechnologieën. Daarnaast helpt het hen tevens te begrijpen welke variabelen
technologieacceptatie beïnvloeden. Het UTAUT-model is dus in eerste instantie ontwikkeld voor de
introductie van IT toepassingen in organisaties en niet voor de adoptie door consumenten. Inmiddels
is het model al wel door andere onderzoekers in andere contexten gebruikt (Zhou, 2008) waarbij het
model ook is toegepast op consumenten (He en Lu, 2007, Zhou, 2008, Carlsson et al., 2006, Wu et al.,
2007). Daarnaast is Radio Frequency Identification een informatietechnologie waardoor het model in
het kader van dit onderzoek te gebruiken is.
2.3 Beperking van de onderzoeksopzet en eliminatie van variabelen
In het onderzoek is er voor gekozen om de invloed op de gebruiksintentie te onderzoeken en niet het
gebruiksgedrag. Het gebruik van RFID bevindt zich momenteel in de beginfase (Moon en Ngai, 2008).
Daarom zijn er nog maar erg weinig mensen die ervaring hebben met het gebruik van RFID
betaalmiddelen en valt het gebruik lastig te meten. Daarnaast is de gebruiksintentie een zeer sterke
voorspeller van het gebruiksgedrag (Venkatesh et al., 2003, Chau en Hu, 2001). In eerder gehouden
RFID adoptieonderzoek worden de twee variabelen zelfs als synoniemen gebruikt (Hossain en
Prybutok, 2008). De relatie tussen de gebruiksintentie en het gebruiksgedrag vindt zijn oorsprong in
de Theory of Reasoned Action (TRA) van Fishbein en Azjen (1975).
Door de eliminatie van het gebruiksgedrag wordt de gebruiksintentie de afhankelijke variabele in het
model. De variabelen gebruiksgedrag, faciliteiten en de modererende variabele ervaring komen
daarom te vervallen. Daarnaast wordt het model enkel getoetst op basis van het gebruik onder
vrijwillige omstandigheden (zie ook hoofdstuk 3). De variabele vrijwilligheid wordt daarom ook niet
meegenomen in dit onderzoek. Verder was in paragraaf 2.1.3 al aangeven dat dit onderzoek zich
richt op RFID toepassingen die de consument bij het betalingsverkeer gebruikt. De verdere
bespreking van de variabelen dient dus in deze context geplaatst te worden.
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2.4 De oorspronkelijke UTAUT variabelen
De modererende variabelen
De Unified Theory of Acceptance and Use of Technology kent vier modererende variabelen die effect
hebben op de acceptatie door de gebruiker. Dit zijn: leeftijd, vrijwilligheid, ervaring en geslacht. De
vrijwilligheid is de perceptie van een individu waarin het gebruik van de informatietechnologie op
vrijwillige basis plaatsvindt. De ervaring wordt net als de leeftijd in tijd uitgedrukt en het geslacht in
man of vrouw. In paragraaf 2.3 is aangegeven dat de modererende variabelen vrijwilligheid en
ervaring niet in het onderzoeksmodel worden ingebracht.
Gebruiksintentie
Het oorspronkelijke UTAUT-model kent drie onafhankelijke variabelen waarvan verondersteld wordt
dat deze de gebruiksintentie van de gebruiker bepalen. Dit zijn de verwachte prestatie, verwachte
inspanning en sociale invloed. De variabelen zijn gebaseerd op de acht theoretische modellen en
zullen nu worden gedefinieerd en besproken. De definities in deze paragraaf zijn gebaseerd op
definities in het onderzoek van Venkatesh et al. (2003).
De verwachte prestatie geeft aan in hoeverre een individu verwacht dat de RFID toepassing hem of
haar zal helpen om zijn taak te verwezenlijken. De variabele wordt ruim onderbouwd in de acht
andere theorieën. De verwachte prestatie is volgens Venkatesh et al. (2003) de sterkste voorspeller
van de gebruiksintentie. Daarnaast is door Venkatesh et al. (2003) aangetoond dat vooral het
geslacht en de leeftijd een modererend effect hebben op de invloed de verwachte prestatie. Dit
effect is sterker bij mannen en in het bijzonder bij jonge mannen. Op basis hiervan wordt de
volgende hypothese geformuleerd.
H1 De verwachte prestatie heeft een positieve invloed op de gebruiksintentie.
H1a De invloed van de verwachte prestatie op de gebruiksintentie wordt gemodereerd door het
geslacht en de leeftijd, waarbij het effect sterker zal zijn bij (jonge) mannen.
De verwachte inspanning is de mate van inspanning die een individu associeert met het gebruik van
de RFID toepassing. Net als de verwachte prestatie heeft volgens Venkatesh et al. (2003) de
verwachte inspanning ook een sterke relatie met de gebruiksintentie. De invloed van de verwachte
inspanning wordt volgens Venkatesh et al. (2003) gemodereerd door het geslacht en de leeftijd. Het
effect is sterker bij vrouwen, en in het bijzonder bij jonge vrouwen.
H2 De verwachte inspanning heeft een negatieve invloed op de gebruiksintentie.
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H2a De invloed van de verwachte inspanning op de gebruiksintentie wordt gemodereerd door
het geslacht en de leeftijd, waarbij het effect sterker zal zijn bij (jonge) vrouwen.
Indien een gebruiker verwacht dat het gebruik van een nieuwe informatietechnologie hem of haar
veel tijd en inspanning zal kosten (verwachte inspanning) zal de verwachte prestatie van de
technologie verminderen (Zhou, 2008). In eerder onderzoek, namelijk in het TAM en TAM 2, is deze
relatie tussen de perceived ease of use en perceived usefulness gevalideerd (Venkatesh en Davis,
2000, Davis, 1989). In het UTAUT-model komen de perceived ease of use en perceived usefulness
terug als verwachte inspanning en verwachte prestatie. Ondanks dat Venkatesh et al . (2003) de
relatie tussen de variabelen niet specifiek in hun model hebben opgenomen is de relatie wel te
verwachten. In verschillende contexten is de relatie aangetoond(Lui en Jamieson, 2003, Pavlou, 2003,
Lippert, 2007). Daarom wordt de volgende hypothese geformuleerd.
H3 De verwachte inspanning heeft een negatieve invloed op de verwachte prestatie.
De sociale invloed is gedefinieerd als de mate waarin een individu denkt dat de mensen, die voor
hem belangrijk zijn, vinden dat hij de RFID toepassing zou moeten gebruiken. Wanneer er een druk
ervaren wordt dat de toepassing gebruikt zou moeten worden heeft dit een positief effect op de
gebruiksintentie. De sociale invloed heeft volgens Venkatesh et al. (2003) echter geen significante
invloed op de gebruiksintentie indien het gebruik op vrijwillige basis plaatsvindt. In de context van dit
onderzoek wordt het RFID gebruik niet opgelegd. Desondanks wordt in dit onderzoek aangenomen
dat de sociale invloed wel een rol speelt. Venkatesh et al. deden deze veronderstelling namelijk in de
organisatiecontext. In het onderzoek naar de consumentenacceptatie van draadloze transacties van
Kleijnen et al. (2004) is wel een significante relatie gevonden tussen de sociale invloed en de
gebruiksintentie . Ook in ander adoptieonderzoek naar m-commerce, waarbij net als in het geval van
RFID op een draadloze manier producten of diensten kunnen worden gekocht, blijkt de relatie
significant (He en Lu, 2007, Zhou, 2008). In al deze onderzoeken was er geen sprake van opgelegd
gebruik van de technologie. Daarom wordt in dit onderzoek de volgende hypothese geformuleerd:
H4 De sociale invloed heeft een positieve invloed op de gebruiksintentie.
Gebruiksgedrag
In het UTAUT-model wordt het gebruiksgedrag bepaald door de variabelen faciliteiten en
gebruiksintentie. De variabelen worden nu besproken.
De faciliteiten geven weer in hoeverre een individu denkt dat er een organisatorische en technische
infrastructuur bestaat om het gebruik van het systeem te ondersteunen. Een deel van het begrip
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faciliteiten wordt omvat door de verwachte inspanning (Venkatesh et al., 2003). Daarom zal de
variabele faciliteiten volgens Venkatesh et al. (2003) geen significante invloed hebben op de
gebruiksintentie wanneer de verwachte inspanning in het model is ingebracht. Omdat ook het
gebruiksgedrag niet in dit onderzoek wordt meegenomen komt de variabele faciliteiten te vervallen.
De gebruiksintentie is in het onderzoek van Venkatesh et al. (2003) niet gedefinieerd. Daarom wordt
op basis van het onderzoek van Alawadhi en Morris (2008) de gebruiksintentie omschreven als de
kans dat iemand een RFID toepassing zal gebruiken. Onderzoek met behulp van de Theory of
Reasoned Action en de Technology Acceptance Model heeft telkens een hoge correlatie aangetoond
tussen de gebruiksintentie en het gebruiksgedrag (Pavlou, 2003). De gebruiksintentie is dus een erg
belangrijke voorspeller van het gebruiksgedrag (Venkatesh et al., 2003).
2.5 De variabelen vertrouwen, privacy en beveiliging
2.5.1 Vertrouwen
Vertrouwen heeft te maken met onzekere situaties en is benodigd bij bijna alle interacties tussen
twee partijen, zo ook bij financiële transacties (Pavlou, 2003). Klanten zullen namelijk aarzelen om
een aankoop te doen tenzij ze vertrouwen hebben in de verkoper (Kim et al., 2008). Gedurende de
aankoop heeft de klant geen controle over het gedrag van de verkoper en dit geeft onzekerheid. In
onzekere situaties blijkt vertrouwen daarom een significante rol te spelen in het gedrag van de
consument (Pavlou, 2003) en is vertrouwen een voorwaarde voor succesvolle handel (Kim et al.,
2008, Lee et al., 2007). Echter, koopbeslissingen zijn niet enkel gebaseerd op het vertrouwen tussen
de verkoper en de consument. Zo speelt bijvoorbeeld in de e-commerce ook het vertrouwen tussen
consument en het computersysteem (dat verantwoordelijk is voor de transactie) een belangrijke rol
(Bélanger et al., 2002). Oftewel, er kan onderscheid gemaakt worden in onzekerheid in het gedrag
(doet de verkoper wat ik wil) en een onzekerheid in het systeem (doet de technologie wat ik wil). Dit
onderscheid wordt onderkend in adoptieonderzoek naar e-commerce, e-government, online banking
en ook mobile commerce (Min et al., 2008, Bélanger en Carter, 2008, Ratnasingam et al., 2002, Kim
en Prabhakar, 2004).
Het is daarom waarschijnlijk dat dit onderscheid ook bestaat bij RFID transacties. Gedurende de
transactie moet de consument er namelijk op vertrouwen dat zijn ter beschikking gestelde gegevens
niet misbruikt worden door de verkoper (gedrag) en dat de verkoper een goede beveiliging van de
gegevens heeft gerealiseerd (gedrag). Daarnaast moet hij er op vertrouwen dat het systeem veilig en
betrouwbaar is (technologie) en tevens doet wat de klant verwacht (technologie). Het vertrouwen
tussen klant en de verkoper is daarom bij RFID van belang maar zeker ook het vertouwen in de
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technologie. Deze tweedeling in het begrip vertrouwen sluit tevens aan bij de nog te behandelen
variabelen privacy, dat vooral een sociaal karakter heeft en beveiliging dat ook een technisch
karakter heeft (Dourish en Grinter, 2004). Daarom wordt in dit onderzoek onderscheid gemaakt
tussen vertrouwen in de relatie en vertrouwen in de technologie.
Op basis van de theorie van McKnight et al. (2002) wordt het begrip vertrouwen in de relatie hier
gedefinieerd als: “the belief that allows consumers to willingly become vulnerable to retailers after
having taken the retailers characteristics into consideration”. Met de karakteristieken wordt bedoeld:
goodwill trust (benevolence) en credibility (honesty, reliability en integrity) (Pavlou, 2003). Deze
karaktereigenschappen geven de klant enige zekerheid over het (toekomstig) gedrag van de
verkoper.
Zoals net is aangegeven, is naast het vertrouwen in de relatie ook het vertrouwen in de technologie
van belang. Vertrouwen in de technologie wordt door Lippert (2007) omschreven als “the willingness
to be vulnerable to a technology based on expectations of technology predictability, reliability, and
utility and influenced by an individual’s predilection to trust technology”. Het begrip vertrouwen in
technologie geeft dus aan dat de klant bepaalde verwachtingen heeft van de technologie.
In paragraaf 2.3 is de verwachte prestatie gedefinieerd als de mate waarin een individu verwacht dat
de technologie hem of haar zal helpen om zijn taak te verwezenlijken. De technologie helpt een
individu alleen zijn taak te verwezenlijken indien de technologie naar behoren functioneert. Lippert
(2007) en Ratnasingam et al. (2002) veronderstellen daarom dat het vertrouwen in de technologie de
perceptie van de verwachte prestatie waarschijnlijk zal beïnvloeden. Ondanks dat zij deze
veronderstelling hebben gedaan in de organisatie context, lijkt de relatie tussen het vertrouwen in de
technologie en de verwachte prestatie ook aannemelijk bij consumenten. Dit leidt tot de volgende
hypothese:
H5 Het vertrouwen in de technologie heeft een positieve invloed op de verwachte prestatie.
Een belangrijk kenmerk van RFID is de automatische identificatie (zie paragraaf 2.1.2). Vanwege deze
unieke karakteristiek brengt de technologie veel gemak met zich mee. Identificatie en betalen via
RFID is snel en eenvoudig. De verwachte inspanning bij de transactie zal daarom een belangrijk
aspect zijn voor de consument. Indien de consument de technologie niet vertrouwt zal hij extra
aandacht besteden aan de controle of de transacties wel goed zijn verlopen (Pavlou, 2003) en dit
brengt extra inspanning met zich mee. Wanneer de klant veel vertrouwen heeft in de technologie
leidt dit tot minder inspanning. Het vertrouwen in de technologie zal daarom invloed hebben op de
verwachte inspanning (Lippert, 2007).
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H6 Het vertrouwen in de technologie heeft een negatieve invloed op de verwachte inspanning.
Tot slot hebben de variabelen vertrouwen in de technologie en vertrouwen in de relatie ook een
verband met de gebruiksintentie. Het vertrouwen heeft namelijk een belangrijke invloed op de
intentie (Horst et al., 2007) en speelt daarmee een belangrijke rol in de acceptatie van RFID (Lee et
al., 2007, Roussos en Moussouri, 2004). De invloed van het vertrouwen in de relatie en het
vertrouwen in de technologie op de gebruiksintentie is dan ook in andere onderzoeken aangetoond
(Bélanger en Carter, 2008, Min et al., 2008). Dit verband is ook aannemelijk in de context van dit
onderzoek. Volgens Hossain en Prybutok (2008) zullen het consumentenvertrouwen en het
vertrouwen in RFID de acceptatie van RFID positief beïnvloeden.
H7 Het vertrouwen in de technologie heeft een positieve invloed op de gebruiksintentie.
H8 Het vertrouwen in de relatie heeft een positieve invloed op de gebruiksintentie.
2.5.2 Privacy
Privacy is een oud begrip. Al in de 19e eeuw schreven Samuel Warren en Louis Brandeis hun
invloedrijke artikel “the right to privacy”. Het artikel is geschreven naar aanleiding van een nieuwe
technologische uitvinding, namelijk het fototoestel. Warren en Brandeis omschreven privacy als het
recht om met rust te worden gelaten. Langheinrich (2001) en Jones et al. (2004) onderscheiden vier
soorten van privacy. Dit zijn: informational privacy, bodily privacy, privacy of communications,
territorial privacy.
Informational privacy, wat gaat over het verzamelen en gebruiken van klantengegevens, is het meest
relevant in het RFID privacy debat (Hossain en Prybutok, 2008). Via RFID kunnen makkelijk gegevens
over de consument verzameld en gebruikt worden omdat bij de meeste RFID toepassingen gegevens
worden gekoppeld aan de eigenaar (Thiesse, 2007). Dit geldt ook bij het betalingsverkeer en daarom
wordt er in dit onderzoek verder gesproken over informational privacy. Daarnaast gaat het in dit
onderzoek niet om de werkelijke privacy van consument maar om zijn perceptie. Het is namelijk de
perceptie van privacy die invloed heeft op de consumentenacceptatie (Poole et al., 2008). In dit
onderzoek wordt de variabele echter privacy genoemd. Pavlou (2001) omschrijft de definitie van
“privacy” als volgt:
The perception of privacy is the subjective probability with which consumers believe that the
collection and subsequent access, use, and disclosure of their private information by Retailers is
consistent with their expectations.
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Om beter aan de wensen van te klant te kunnen voldoen zijn winkeliers geneigd om veel informatie
te verzamelen over de klant (Culnan en Armstrong, 1999). RFID kan dit proces vergemakkelijken en
dit kan leiden tot een betere relatie tussen de winkelier en de klant (Moon en Ngai, 2008). Echter het
verzamelen van persoonlijke informatie vergroot de zorgen van de consument omdat dit
onzekerheid met zich mee brengt. Hij heeft namelijk geen controle over het gedrag van de winkelier
en hierdoor weet hij niet wat er met zijn informatie gaat gebeuren. Zo kan de verzamelde informatie
mogelijk beschikbaar worden gesteld aan derden maar er kan ook misbruik worden gemaakt van zijn
gegevens door de winkelier. Dit kan leiden tot het verlies aan vertrouwen (Schoenbachler en Gordon,
2002). Daarentegen is de klant bereid de winkelier meer informatie te verstrekken indien hij hem
vertrouwt (Culnan en Armstrong, 1999). Privacy en het vertrouwen in de relatie hebben dus een
relatie met elkaar. Er is dan ook in onder andere de studies van Kim et al. (2007) en Pavlou (2001)
een positieve relatie aangetoond tussen privacy en het vertrouwen in de relatie. Daarom wordt de
volgende hypothese geformuleerd:
H9 Privacy heeft een positieve invloed op het vertrouwen in de relatie.
2.5.3 Beveiliging
De beveiliging speelt een belangrijke rol in de acceptatie van RFID toepassingen (Hossain en
Prybutok, 2008). Enerzijds moeten de door winkeliers verzamelde gegevens goed beveiligd worden.
Anderzijds kunnen slecht beveiligde RFID-chips door onbevoegden personen worden uitgelezen. Een
slechte beveiliging kan leiden tot inbreuk op de privacy. Dit geeft tevens de relatie aan tussen de
beveiliging en privacy want privacy kan niet zonder goede beveiliging (Ghosh, 2002). Net als bij RFID,
spelen de begrippen privacy en beveiliging bij het gebruik van internetshops een belangrijke rol
(Pavlou, 2001, Bélanger et al., 2002, Suh en Han, 2003). Volgens Bélanger et al. (2002) is de
beveiliging van gegevens voor consumenten nog belangrijker dan de privacy statements op
internetsites. Ook in het geval van RFID is een goede beveiliging noodzakelijk. Echter, een goede
chipbeveiliging en een goede beveiliging van de persoons- en betaalgegevens wil niet perse zeggen
dat de zorgen van de consument dan minder worden. Zo is in de e-commerce de afgelopen jaren de
kans op beveiligingsinbreuken kleiner geworden terwijl de consument zich juist steeds meer zorgen
ging maken (Suh en Han, 2003). Daarom wordt net als bij privacy, de perceptie van de consument als
standpunt genomen en niet de werkelijke beveiliging. De perceptie van de beveiliging wordt in dit
onderzoek verder voor het gemak beveiliging genoemd. Pavlou (2001) omschrijft de definitie van
beveiliging (security) als volgt:
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The perception of security is the subjective probability with which consumers believe that their private
information will not be viewed, stored, and manipulated during transit and storage by inappropriate
parties in a manner consistent with their confident expectations.
De beveiliging van gegevens speelt met betrekking tot RFID een cruciale rol (Müller-Seitz et al.,
2009). Gedurende de eerste interacties met de winkelier kan de consument de verkoper beoordelen
op het vervullen van de beveiligingsmiddelen en kan dit leiden tot vertrouwen (Zhang en Zhang,
2005). Problemen omtrent de beveiliging van een technologie zorgen daarentegen voor een
verminderd vertrouwen in de winkelier (Wijngaert en Bouwman, 2009). In het onderzoek van Kim et
al. (2007) en Pavlou (2001) wordt de relatie tussen de variabelen beveiliging en vertrouwen in de
relatie aangetoond. Ook in de context van RFID gebruik is de verwachting dat de perceptie van
beveiliging een relatie heeft met vertrouwen in de relatie.
H10 De beveiliging heeft een positieve invloed op het vertrouwen in de relatie.
Daarnaast hangt de perceptie van beveiliging van de consument niet alleen samen met het
vertrouwen dat een winkelier een veilige transactie verzorgt maar ook met het vertrouwen in de
technologie (Lui en Jamieson, 2003). De beveiliging hangt dus niet alleen met de handelingen van de
winkelier samen maar ook met de technische beveiligingsaspecten (Dourish en Grinter, 2004). Dit
komt overigens ook in de definitie naar voren. De definitie representeert namelijk technische
aspecten die de integriteit, vertrouwelijkheid, waarmerking en de anonimiteit van de transactie
verzekeren (Flavián en Guinaliú, 2006). Op basis hiervan wordt de volgende hypothese geformuleerd:
H11 De beveiliging heeft een positieve invloed op het vertrouwen in de technologie.
Bélanger et al. (2002) hebben in een onderzoek naar de adoptie van e-commerce aangetoond dat
consumenten meer waarde hechten aan een goede beveiliging dan aan bijvoorbeeld privacy
statements. Zonder een goede beveiliging is het haast niet mogelijk om privacy te realiseren
(Bélanger et al., 2002). Daarom lijkt de variabele beveiliging een sterkere rol te spelen in het
adoptieproces dan de variabele privacy en is een directe relatie met de gebruiksintentie te
verwachten. Hossain en Prybutok (2008) hebben een significante relatie tussen de beveiliging en de
gebruiksintentie van RFID kunnen aantonen. In dit onderzoek wordt verondersteld dat deze relatie
ook aanwezig is en dat leidt tot de volgende hypothese :
H12 De beveiliging heeft een positieve invloed op de gebruiksintentie.
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2.6 Het gemodificeerde conceptueel model
Naar aanleiding van de literatuurstudie is een gemodificeerd conceptueel model opgesteld. Het
model bestaat uit 8 latente en 2 modererende variabelen. De veronderstelde relaties zijn in het
model aangebracht en zullen in dit onderzoek worden getoetst. Het conceptueel model wordt
gepresenteerd in figuur 3. Uit de figuur valt op te maken dat er 12 veronderstelde relaties zijn.
Figuur 3. Gemodificeerd conceptueel model
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3 Methodologie
In dit hoofdstuk wordt inzicht gegeven in de onderzoeksaanpak die is gekozen om het
gemodificeerde conceptueel model te kunnen toetsen. Bovendien zal worden aangeven hoe de
betrouwbaarheid en validiteit van de gebruikte meetinstrumenten zullen worden getoetst.
3.1 De onderzoeksaanpak
3.1.1 De methode van dataverzameling
Om het gemodificeerde model te kunnen toetsen is kwantitatieve data verzameld door een enquête
te verspreiden onder een groep consumenten. Voor dit type onderzoek is een enquête (als
dataverzamelingsmethode) een zeer gebruikelijke methode (Venkatesh et al., 2003). Via een enquête
kan namelijk in een korte tijd en met relatief weinig kosten een grote groep worden benaderd
(Cooper en Schindler, 2006). De data wordt cross-sectioneel gemeten.
3.1.2 De RFID toepassing
De RFID toepassing die gekozen is voor dit onderzoek is een commerciële toepassing waarmee
betaald kan worden bij tankstations. Hiermee past de toepassing binnen het kader van dit
onderzoek. De gekozen toepassing wordt in dit onderzoek TankPay genoemd. TankPay is een
toepassing dat net als de OV-chipkaart gebruik maakt van de Mifare RFID chip. Een uitleg van de
werking van TankPay is in de inleiding van de enquête opgenomen (zie bijlage 1).
Op dit moment is TankPay in Nederland een toepassing die door de Nederlandse consument vrijwillig
kan worden aangeschaft. Bij een aantal andere bestaande RFID toepassingen zoals bijvoorbeeld de
OV-chipkaart wordt het gebruik soms aan de consument “opgedrongen”.
3.1.3 De respondentengroep
Om data over het adoptieproces te verkrijgen is er voor gekozen om een onderzoekspopulatie te
benaderen die ervaring heeft met het gebruik van RFID en regelmatig gebruik maakt van een auto- of
motorvoertuig. Daarom is er een bedrijf benaderend dat zijn werknemers gebruik laat maken van
RFID. Al de werknemers gebruiken dagelijks een RFID toepassing dat wordt ingezet ter identificatie
om toegang te kunnen krijgen tot bepaalde werkplekken. Deze RFID toepassing wordt dus in
tegenstelling tot TankPay niet gebruikt voor het doen van financiële transacties. Een ander verschil
tussen de toepassingen is dat de gegevensuitwisseling plaatsvindt tussen werknemer en werkgever
en niet tussen consument en verkoper. Verder reizen de werknemers veelal met een auto- of
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motorvoertuig naar hun werk vanwege de ligging van het bedrijf en de slechte bereikbaarheid met
het openbaar vervoer. De werknemers zijn daarmee potentiële gebruikers (consumenten) van
TankPay. De werknemers die niet in het bezit zijn van een auto- of motorvoertuig worden daarom
niet het onderzoek meegenomen.
Om een grotere responsrate te halen is de enquête niet digitaal maar op papier uitgezet. De meeste
personen uit de respondentengroep hebben namelijk geen eenvoudige toegang tot een computer of
internet. De deelnemers zijn vrij om te participeren in het onderzoek en de data wordt in principe
anoniem verzameld en verwerkt.
3.1.4 Het ontwerp van de enquête
De enquête bevat 28 stellingen die ontworpen zijn om een beeld te krijgen van de perceptie van de
respondent over de latente variabelen. De stellingen zijn opgenomen in bijlage 2. Al de items in de
enquête zijn afkomstig uit ander onderzoek. De herkomst van de gebruikte items zijn terug te vinden
in tabel 1.
Venkatesh et al. (2003) hebben net als de meeste andere onderzoekers uit tabel 1, een 7-punts
likert-schaal gehanteerd om de variabelen te meten. Deze schaal is betrouwbaarder dan een 5-punts
likert-schaal (Cooper en Schindler, 2006). In dit onderzoek wordt daarom ook voor de 7-punts likert-
schaal gekozen. De antwoorden lopen uiteen van helemaal mee eens tot helemaal mee oneens.
3.1.5 Pre-test
Voordat de enquête is uitgezet is een pre-test gehouden. De vragenlijst is aan 5 mensen uit de
respondentengroep voorgelegd om inzicht te krijgen in de eventuele onduidelijkheden in de
vragenlijst en om de leesbaarheid te vergroten. Na de pre-test zijn enige aanpassingen gedaan
waarna een tweede pre-test is gehouden. In de tweede pre-test is de vragenlijst weer aan 5 mensen
uit de respondentengroep voorgelegd. Tijdens de tweede pre-test zijn geen onduidelijkheden meer
naar voren gekomen.
Tabel 1: Herkomst van de gebruikte items
Variabele Herkomst
Verwachte prestatie Venkatesh et al., (2003), Alawadhi en Morris, (2008)
Verwachte inspanning Venkatesh et al., (2003)
Sociale invloed Raaij en Schepers, (2008)
Vertrouwen relatie Kim et al., (2008)
Vertrouwen technologie Lippert, (2007)
Privacy Pavlou, (2001)
Beveiliging Pavlou, (2001)
Gebruiksintentie Kijsanayotina et al. (2009)
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3.1.6 Het gebruik van SPSS en SmartPLS
Voor de analyse van het conceptueel model is gebruik gemaakt van SPSS 17.0 en SmartPLS 2.0. Het
gemodificeerde model is net als het oorspronkelijke UTAUT-model statistisch getest met behulp van
Partial Least Squares (PLS). PLS is één van de statische methoden voor structural equation modeling.
PLS analyseert eerst het measurement model door naar de betrouwbaarheid en validiteit van de
items te kijken en daarna wordt het structural model geanalyseerd (Kijsanayotina et al., 2009).
Hiermee wordt voldaan aan de “two-step approach” van Anderson and Gerbing (1998). Naast het
voordeel dat PLS beide analyses tegelijkertijd kan uitvoeren heeft de methode ook het voordeel dat
het te gebruiken is bij latente variabelen met een scheve verhouding en bij analyses met een relatief
kleine steekproeftrekking ten opzichte van het aantal variabelen (Chin et al., 1996). Verder is PLS
redelijk bestand tegen multi-collineariteit (Cassel et al., 1999). PLS is daarom een veel gebruikte
methode bij technologie adoptieonderzoek (Kijsanayotina et al., 2009) en wordt het ook hier
toegepast.
3.2 Validiteit en betrouwbaarheid
Om een correcte meting te doen moet de meting valide en betrouwbaar zijn (Cooper en Schindler,
2006). Content validity, reliability en construct validity zijn hierbij belangrijke begrippen. De
begrippen zullen nu worden besproken.
3.2.1 Content validity
Om verzekerd te zijn van een goede content validity (content validiteit) van de constructs, dienen al
de geselecteerde items representatief te zijn voor de variabele (Wang et al., 2009). Daarom dienen
de constructs en items zorgvuldig te worden afgeleid uit de literatuur (Dunn et al., 1994). Het
gemodificeerde conceptueel model bestaat uit 8 latente variabelen. Al de bijbehorende gekozen
definities zijn afgeleid uit eerder gedane onderzoeken. Ook de gekozen constructs zijn afkomstig uit
al eerder gevalideerde vragenlijsten en hadden allen een goede content validiteit. Daarom is de
verwachting dat tijdens de analyse van de resultaten aan de voorwaarde van content validiteit zal
worden voldaan. Er wordt dan ook niet vooraf maar achteraf aan itempurificatie gedaan (indien
benodigd) om de (substantive) validiteit te vergroten. Bij een te kleine steekproefgrootte bestaat er
namelijk de kans dat items worden geëlimineerd die niet geëlimineerd hadden hoeven worden
(Dunn et al., 1994). Ook andere alternatieve methoden voor itempurificatie zijn niet vooraf gebruikt.
3.2.2 Reliability
De in dit onderzoek gebruikte items kunnen als betrouwbaar worden gezien indien ze een
factorlading hebben die hoger is dan 0,7 (Roca et al., 2009). Bij een lagere factorlading dient de item
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te worden geëlimineerd. Verder wordt de Cronbach’s coëfficiënt alpha als indicator van de
(reliability) betrouwbaarheid gehanteerd. De Cronbach’s coëfficiënt alpha geeft aan hoe goed een
groep items of variabelen de unidimensionaliteit van een construct meet (Roca et al., 2009). Aan
deze dimensie van betrouwbaarheid wordt het meest gerefereerd in de literatuur (Dunn et al.,
1994). In dit onderzoek wordt de vuistregel van Nunnally gehanteerd die zegt dat een alpha die
groter is dan 0,70 als acceptabel kan worden gezien voor een interne consistentie van de variabelen
(Dunn et al., 1994).
3.2.3 Construct validity
De construct validity (construct validiteit) worden door Dunn et al. (1994) gedefinieerd als: “the
extent to which a scale measures the construct it was intended to measure”.
Convergent validity (convergent validiteit) en discriminant validity (discriminant validiteit) zijn de
criteria die het meest gebruikt worden voor de ondersteuning van construct validiteit (Dunn et al.,
1994). Convergent validiteit is de mate waarin meerdere metingen op construct validiteit door
middel van verschillende methoden, dezelfde resultaten geven. De discriminant validiteit is
afhankelijk van de mate waarmee de schalen goed afgebakende constructs meten.
Aan convergent validiteit wordt voldaan indien de AVE (average variance extracted) groter is dan
0,50 (Roca et al., 2009). Volgens Gil-Garía (2005) is er van een goede convergent en discriminant
validiteit sprake wanneer de correlaties tussen de variabelen onderling lager zijn dan de correlatie
met de variabele zelf. Indien aan convergent en discriminant validiteit wordt voldaan, dan is de
construct ook valide (Dunn et al., 1994).
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4 Resultaten
In hoofdstuk 4 worden de resultaten van het onderzoek weergegeven te beginnen met de resultaten
van de steekproeftrekking. Vervolgens worden de meetinstrumenten bekeken op de
betrouwbaarheid en validiteit in de paragraven 4.2 en 4.3. In de laatste paragraaf van dit hoofdstuk
worden de hypothesen getoetst. In tabel 2 is een overzicht gepresenteerd van de beschrijvende
statistieken per item.
Tijdens de voorbereidende analyse is geconcludeerd dat al de modererende variabelen geen
significant effect hadden op de relaties in het model. De modererende variabelen zijn daarom niet
verder in dit onderzoek meegenomen.
4.1 Steekproef
Na de tweede pre-test is de enquête verspreid onder zo’n 250 personen uit de respondentengroep.
Vijf dagen na het moment van uitzetten zijn 150 ingevulde enquêtes terug ontvangen. Zoals
verwacht waren bijna alle respondenten in het bezit van een auto- of motorvoertuig. Slechts één van
de respondenten viel af vanwege dit criterium. Daarnaast was één vragenlijst niet goed ingevuld
waardoor deze niet bruikbaar was. Voor de analyse van de resultaten zijn daarom 148 vragenlijsten
gebruikt en geeft dit een effectieve responsrate van bijna 60%. Met dit aantal is voldaan aan de
breed geaccepteerde regel dat er minimaal tien keer zo veel datasets benodigd zijn als het aantal
variabelen in het model (Raaij en Schepers, 2008). Van de 148 vragenlijsten zijn 8 vragenlijsten
ingevuld door vrouwen (5,4%) en 140 vragenlijsten door mannen (94,6%). Van de deelnemers bleek
33,1% ouder dan 45 jaar te zijn. De algehele leeftijd van de respondenten lag tussen de 18 en 57
jaar, met een gemiddelde van 36 jaar.
4.2 Betrouwbaarheid
Uit tabel 2 valt op te maken dat al de items een hogere factorlading hebben dan 0,7 en kunnen
daarom als betrouwbaar worden gezien (Roca et al., 2009). Geen van de items hoefden dus te
worden geëlimineerd. In tabel 3 is een overzicht gepresenteerd van de Cronbach’s alpha
coëfficiënten van elke variabele. Zoals eerder in paragraaf 3.6 is aangegeven, wordt een Cronbach’s
alpha coëfficiënt van 0,70 of hoger als betrouwbaar gezien (Dunn et al., 1994). Aangezien alle
variabelen een Conbrach’s alpha coëfficiënt van tenminste 0.881 bezitten kunnen de variabelen als
intern consistent worden beschouwd.
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Tabel 2: Beschrijvende statistieken per item
Items Gemiddelde Std. Deviatie Factorlading T-waarde Skewness Kurtosis
Verwachte prestatie VP-1 4,858 1,355 ,829 21,102 -1,085 1,991
VP-2 4,230 1,530 ,858 26,409 -,141 -,428
VP-3 4,135 1,408 ,921 57,178 -,021 ,082
VP-4 4,149 1,332 ,898 28,350 -,294 ,536
Verwachte inspanning VI-1 5,304 1,153 ,888 26,403 -,780 2,036
VI-2 5,324 1,083 ,903 19,764 -,580 1,697
VI-3 5,128 1,279 ,890 37,102 -,995 1,802
VI-4 5,541 1,097 ,869 19,140 -,638 1,375
Sociale invloed SI-1 3,628 1,077 ,968 96,529 -1,166 1,153
SI-2 3,493 1,116 ,967 83,091 -,921 ,601
Vertrouwen relatie VR-1 3,872 1,247 ,921 40,560 -,564 ,475
VR-2 3,872 1,168 ,932 56,959 -,500 ,835
VR-3 3,527 1,296 ,889 36,242 -,203 -,078
Vertrouwen technologie VT-1 4,223 1,239 ,858 24,115 -,608 ,916
VT-2 4,493 1,020 ,877 28,109 -,098 ,620
VT-3 4,473 ,965 ,902 38,867 -,475 2,134
VT-4 4,490 ,914 ,926 41,959 -,159 1,404
Privacy P-1 3,216 1,254 ,915 41,216 -,124 -,139
P-2 3,372 1,311 ,864 13,577 ,110 ,499
P-3 3,291 1,290 ,864 23,107 ,155 ,360
P-4 3,209 1,185 ,912 47,284 -,266 -,060
Beveiliging B-1 3,324 1,208 ,891 37,444 -,249 ,120
B-2 3,541 1,316 ,814 9,989 -,153 ,184
B-3 3,318 1,212 ,909 49,355 -,262 ,298
B-4 3,966 1,264 ,809 19,816 -,346 ,080
Gebruiksintentie GI-1 3,872 1,544 ,959 95,716 -,209 -,255
GI-2 3,804 1,546 ,954 73,685 -,305 -,363
GI-3 3,750 1,534 ,966 113,539 -,270 -,296
Geslacht GS-1 1,054 ,227 - - 3,985 14,068
Leeftijd LF-1 36,793 11,402 - - ,072 -1,327
Tabel 3: Betrouwbaarheid
Aantal items Cronbach’s Alpha
Verwachte prestatie 4 0,900
Verwachte inspanning 4 0,911
Sociale invloed 2 0,935
Vertrouwen relatie 3 0,903
Vertrouwen technologie 4 0,917
Privacy 4 0,913
Beveiliging 4 0,881
Gebruiksintentie 3 0,957
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Tabel 4: Correlatiematrix
(1) (2) (3) (4) (5) (6) (7) (8)
(1) Verwachte prestatie 0,878
(2) Verwachte inspanning 0,554 0,888
(3) Sociale invloed 0,428 0,216 0,969
(4) Vertrouwen relatie 0,255 0,290 0,297 0,915
(5) Vertrouwen technologie 0,525 0,567 0,463 0,576 0,895
(6) Privacy 0,302 0,211 0,183 0,720 0,420 0,891
(7) Beveiliging 0,318 0,294 0,294 0,768 0,547 0,729 0,859
(8) Gebruiksintentie 0,795 0,407 0,477 0,374 0,552 0,403 0,405 0,960
Alle correlaties zijn significant op het niveau van ,05.
Tabel 5: Resultaten model
Coëfficiënt t-waarde p-waarde Conclusie
H1 Verwachte prestatie -> Gebruiksintentie 0,748 12,741 0,01 Ondersteund
H2 Verwachte inspanning -> Gebruiksintentie 0,120 1,462 0,05 Niet ondersteund
H3 Verwachte inspanning -> Verwachte prestatie -0,377 2,870 0,01 Ondersteund
H4 Sociale invloed -> Gebruiksintentie 0,132 1,802 0,05 Niet ondersteund
H5 Vertrouwen technologie -> Verwachte prestatie 0,311 2,422 0,05 Ondersteund
H6 Vertrouwen technologie -> Verwachte inspanning -0,567 6,676 0,01 Ondersteund
H7 Vertrouwen technologie -> Gebruiksintentie 0,118 1,191 0,05 Niet ondersteund
H8 Vertrouwen relatie -> Gebruiksintentie 0,183 2,993 0,01 Ondersteund
H9 Privacy -> Vertrouwen relatie 0,343 3,256 0,01 Ondersteund
H10 Beveiliging -> Vertrouwen relatie 0,518 5,949 0,01 Ondersteund
H11 Beveiliging -> Vertrouwen technologie 0,547 6,174 0,01 Ondersteund
H12 Beveiliging -> Gebruiksintentie 0,050 0,547 0,05 Niet ondersteund
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4.3 Validiteit
Uit de correlatiematrix (tabel 4) valt af te leiden dat al de variabelen een AVE waarde hebben die
hoger is dan 0,50. De variabelen hebben daarom een goede convergent validiteit (Roca et al., 2009).
Daarnaast hebben alle variabelen een grotere samenhang met zichzelf dan met de andere
variabelen. Volgens Gil-García (2005) is dat een teken van een goede discriminant validiteit en
convergent validiteit. Er kan dus geconcludeerd worden dat variabelen ook een goede construct
validiteit hebben.
4.4 Toetsing hypotheses
In tabel 5 is een overzicht gegeven van de resultaten van de hypothesen die zijn getoetst. Hierin
staan onder andere de bijbehorende richtingscoëfficiënten, de t-waarden en het significantieniveau
waarmee de hypothesen konden worden ondersteund of zijn verworpen. Al de hypothesen zijn
getoetst bij een significantieniveau van 0,05 en 0,01. De hypothesen kunnen worden ondersteund
indien de absolute t-waarde hoger is dan 1,96 (Cheng et al., 2008). De hypothesen H2, H4, H7 en H12
konden niet op basis van een significantieniveau van 0,05 worden ondersteund en worden dus
verworpen. De hypothesen H5 is ondersteund met een significantieniveau van 0,05. De hypothesen
H1, H3, H6, H8, H9, H10 en H11 konden allen worden ondersteund met een significatieniveau van
0,01.
Verder valt uit tabel 5 op te maken dat er een viertal sterke significante relaties zijn te benoemen. Zo
is er een erg sterke relatie aangetoond tussen de verwachte prestatie en de gebruiksintentie
(β=0,748 , t= 12,471). De verwachte prestatie is hiermee de beste voorspeller van de
gebruiksintentie . Verder bestaat er een sterke relatie tussen het vertrouwen in de technologie en de
verwachte inspanning (β= -0,567; t= 6,676). Ook leidt een perceptuele verbetering van de beveiliging
tot een grote toename van het vertrouwen in de technologie (β= 0,547; t=6,174) en het vertrouwen
in de relatie (β= 0,518; t=5,949). Daarnaast is er ook nog een zwakke significante relatie te
benoemen. De significante relatie tussen het vertrouwen in de relatie en gebruiksintentie blijkt
redelijk zwak (β= 0,183; t=2,993). Een uitvoerige interpretatie van de resultaten wordt gegeven in
hoofdstuk 5.
Op de volgende pagina, in tabel 6, zijn de varianties per variabele weergegeven. Ongeveer 68% van
de variantie in de gebruiksintentie wordt verklaard door de variabelen. Zo’n 64% van de variantie van
het vertrouwen in de relatie wordt verklaard door de privacy en de beveiliging.
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Tabel 6: Resultaten variantie
(McKnight et al., 2002, Gil-García, 2005, Fishbein en Azjen, 1975, Davis, 1989, Azjen, 1991, Taylor en
Todd, 1995, Triandis, 1977, Thompson et al., 1991, Rogers, 2003, Moore en Benbasat, 1991, Bandura,
1986, Compeau en Higgins, 1995, Langheinrich, 2001, Anderson en Gerbing, 1988, Kleijnen et al.,
2004)
R2
Verwachte prestatie 0,372
Verwachte inspanning 0,322
Sociale invloed -
Vertrouwen relatie 0,644
Vertrouwen technologie 0,299
Privacy -
Beveiliging -
Gebruiksintentie 0,664
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5 Discussie
Uit de resultaten is gebleken dat in de context van dit onderzoek, één van de drie oorspronkelijke
UTAUT variabelen een directe significante relatie heeft met de gebruiksintentie. Dit is de UTAUT
variabele verwachte prestatie. De verwachte prestatie heeft een positieve relatie met de
gebruiksintentie . Daarnaast blijkt de verwachte prestatie in het gemodificeerde model de sterkste
voorspeller van de gebruiksintentie te zijn, wat overeenkomt met onderzoek van Venkatesh et al.
(2003). Echter, in tegenstelling tot wat vooraf is verondersteld blijkt de verwachte inspanning geen
directe significante invloed te hebben op de gebruiksintentie. Gefen en Straub (2000) geven in hun
onderzoek aan dat de verwachte inspanning ook niet altijd een direct effect heeft op de
gebruiksintentie . In een aantal meta-analyses van het TAM blijkt de directe relatie dan ook niet altijd
te worden aangetoond (King en He, 2006, Li et al., 2008, Legris et al., 2003). Gefen en Straub (2000)
verklaren dit met de manier waarop de technologie gebruikt wordt. Ze maken een onderscheid in
een intrinsieke taak en een excentrieke taak van de informatietechnologie. Indien de technologie zelf
het product is of de service levert (intrinsiek) zal de verwachte inspanning wel invloed hebben op de
gebruiksintentie . Echter, indien de technologie slechts als middel wordt gebruikt om het product te
laten werken of de service te leveren (excentriek) zal de verwachte inspanning geen invloed hebben
op de gebruiksintentie. Aangezien in dit onderzoek op een excentrieke manier gebruik wordt
gemaakt van RFID lijkt het gevonden resultaat in overeenstemming met de theorie van Gefen en
Straub (2000). Verder kan het ontbreken van de directe relatie ook liggen aan het feit dat mensen
het RFID betaalmiddel gewoon erg eenvoudig vinden. Soortgelijke bevindingen zijn eerder
geconstateerd in bijvoorbeeld adoptieonderzoek naar m-commerce (He en Lu, 2007, Zhou, 2008) en
komt overeen met de relatief hoge score op de verwachte inspanning (zie tabel 2). Dit wil overigens
niet zeggen dat de verwachte inspanning geen rol speelt in het adoptieproces. Dit onderzoek toont
aan dat de verwachte inspanning wel een indirect effect heeft op de gebruiksintentie, namelijk via de
verwachte prestatie. Dit indirecte effect blijkt vaak voor te komen bij technologieadoptie (King en He,
2006).
Ook de UTAUT variabele sociale invloed blijkt in de context van dit onderzoek geen invloed te hebben
op de gebruiksintentie terwijl in ander onderzoek naar draadloze transacties via de mobiele telefoon,
de relatie wel kon worden aangetoond. Een verklaring die hier wellicht gegeven kan worden is dat de
“rol” van een mobiele telefoon anders is dan een RFID pas (of sleutelhanger). Bezitters van mobiele
telefoons gebruiken hun telefoon namelijk ook wel als sociale status en vooral dan speelt de sociale
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invloed een rol (Lu et al., 2008). Die rol lijkt bij de in dit onderzoek gekozen toepassing niet aanwezig
en geeft daarmee een mogelijke verklaring voor het ontbreken van de relatie.
Verder zijn in dit onderzoek een aantal variabelen aan het UTAUT-model toegevoegd. Dit zijn de
variabelen vertrouwen in de technologie, vertrouwen in de relatie, privacy en beveiliging. Tijdens het
toetsen van het gemodificeerde model is gebleken dat het vertrouwen in de technologie de
perceptie van de verwachte prestatie op een directe manier positief beïnvloedt. Daarnaast is er een
sterke relatie tussen het vertrouwen in de technologie en de verwachte inspanning. Een hoog
vertrouwen in de technologie leidt tot een lage inspanningsverwachting. Dit is in overeenstemming
met eerder onderzoek (Pavlou, 2003, Lippert, 2007). Het vertrouwen in de technologie blijkt echter
alleen een indirect effect te hebben want een directe relatie kan niet worden aangetoond. Hieruit
kan men concluderen dat de consument blijkbaar weinig risico’s ervaart op technologisch gebied en
dat er dus weinig vertrouwen in de technologie benodigd is bij het gebruik. Een eerste oorzaak van
het ontbreken van de relatie ligt mogelijk in het feit dat de consument voor wat betreft de risico’s
weinig verschil ziet tussen de gekozen RFID toepassing en de huidige betaalwijzen zoals PIN. Voor
beide betaalwijzen is namelijk een pincode benodigd. Deze beveilig ingsmaatregel verlaagt de risico’s
in de ogen van consument omdat alleen zo geautoriseerde transacties kunnen plaatsvinden
(Zmijewska, 2005). Dit leidt tot een groter vertrouwen in de technologie wat blijkt uit de significante
relatie tussen de beveiliging en het vertrouwen in de technologie. In dit onderzoek is er namelijk een
sterke samenhang aangetoond tussen de beveiliging en het vertrouwen in de technologie. Een
tweede oorzaak van het ontbreken van de relatie tussen het vertrouwen in de technologie en de
gebruiksintentie kan mogelijk gevonden worden in het feit dat de specifieke “RFID risico’s” ten
opzichte van de normale betaalwijzen, zoals bijvoorbeeld het clonen van de RFID chip, wellicht
onbekend zijn. Veel consumenten blijken namelijk weinig kennis te hebben over de werking van RFID
(Poole et al., 2008, Jones et al., 2004). Hierdoor ziet de consument mogelijkerwijs weinig verschil
tussen beide betaalwijzen waardoor hij bij beide betaalwijzen dezelfde risico’s ervaart. Omdat deze
percepties in de tijd kunnen veranderen zijn consumenten aan deze risico’s mogelijk al gewend
geraakt (Müller-Seitz et al., 2009). Tijdens de introductie van pinautomaten werden risico’s ervaren
die nu breed geaccepteerd zijn (Müller-Seitz et al., 2009).
Het ontbreken van de significante relatie tussen de beveiliging en de gebruiksintentie kan wellicht
eveneens door de twee bovenstaande veronderstellingen worden verklaard. In het eerder gehouden
RFID adoptieonderzoek van Hossain en Prybutok (2008), waar de relatie wel bleek te bestaan, had de
respondentengroep (studenten) les gehad in RFID. Hierdoor waren de risico’s zeer waarschijnlijk wel
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bekend. Daarnaast maakte de RFID toepassingen die in het onderzoek was gebruikt, een automatisch
tolweg betalingssysteem, geen gebruik van PIN.
De variabele vertrouwen in de relatie blijkt wel een significante invloed te hebben op de
gebruiksintentie van RFID. Deze relatie kwam al naar voren in ander onderzoek (Suh en Han, 2003,
Gefen et al., 2003, Pavlou, 2003) maar is ook in de context van dit onderzoek aangetoond.
Desondanks leidt een toename in het vertrouwen niet tot sterke toename in de gebruiksintentie.
Verder is in de studie aangetoond dat perceptie van privacy en de perceptie van de beveiliging sterk
te maken heeft met de gedragsaspecten van de verkoper. Zo’n 64% van de variantie in het
vertrouwen in de relatie wordt verklaard door de variabelen privacy en beveiliging en kunnen
daarmee als sterke antecedenten gezien worden van het vertrouwen in de relatie. Daarnaast heeft
de perceptie van de beveiliging zoals in dit onderzoek was verondersteld ook een duidelijk technisch
karakter. Dit blijkt uit de al eerder aangehaalde significante relatie tussen de percept ie van de
beveiliging en het vertrouwen in de technologie. Uit de resultaten van het onderzoek blijkt verder
dat de variabelen privacy en beveiliging een significantie rol lijken te spelen in het adoptieproces van
de consument. Zij hebben namelijk een indirecte invloed op de gebruiksintentie. Hierbij speelt de
beveiliging een grotere rol dan de privacy omdat deze variabele een sterkere invloed heeft op het
vertrouwen in de relatie. Dit is in overeenstemming met de bevindingen van Bélanger et al. (2002).
Zoals al besproken is er desondanks geen directe relatie met de gebruiksintentie. Daarnaast heeft de
variabele beveiliging een sterke relatie met het vertrouwen in de technologie.
Totaal wordt een groot gedeelte van de variantie in de gebruiksintentie verklaard door de variabelen
al is het in iets mindere mate dan in het oorspronkelijke UTAUT-model. Met het oorspronkelijke
UTAUT wisten Venkatesh et al. (2003) in hun onderzoek 69% van de variantie in de gebruiksintentie
te verklaren terwijl het gemodificeerde model 68% van de variantie in de gebruiksintentie verklaart.
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6 Conclusies, limitaties en aanbevelingen
In de eerste paragraaf van dit hoofdstuk wordt antwoord gegeven op de onderzoeksvragen en
worden conclusies getrokken. In de afsluitende paragraaf van dit onderzoeksverslag, paragraaf 6.2,
worden de limitaties van dit onderzoek besproken en zullen aanbevelingen gedaan worden voor
verder wetenschappelijk onderzoek.
6.1 Conclusie
Dit onderzoek had als doel om meer inzicht te krijgen in het adoptieproces van de consument.
Hierbij is er de vraag gesteld welke factoren bepalend zijn voor de intentie van consumenten om
gebruik te maken van met RFID geïntegreerde betaalmiddelen. Ten behoeve van deze vraag is het
UTAUT-model van Venkatesh et al. (2003) aangevuld met de variabelen vertrouwen, privacy en
beveiliging . Bij het vertrouwen is onderscheid gemaakt tussen vertrouwen in de relatie en vertrouwen
in de technologie. Tijdens de analyse zijn alle variabelen betrouwbaar en valide (zowel convergent
als discriminant) gebleken. Verder kan geconcludeerd worden dat de meeste veronderstelde relaties
konden worden aangetoond. De verwachte prestatie heeft een positieve invloed op de
gebruiksintentie . Daarnaast is deze variabele de sterkste voorspeller van de gebruiksintentie. De
verwachte inspanning blijkt slechts een indirect effect te hebben op de gebruiksintentie want het
negatieve directe effect op gebruiksintentie kon niet worden aangetoond. Dit lijkt in
overeenstemming te zijn met ander onderzoek aangezien de technologie in deze studie op een
excentrieke manier is gebruikt. Een andere verklaring die wellicht gegeven kan worden voor het
ontbreken van deze relatie is dat de RFID toepassing in de ogen van de consument misschien gewoon
erg gemakkelijk te gebruiken is. Verder heeft de sociale invloed geen significante invloed. Wellicht
wordt dit veroorzaakt door het ontbreken van een sociale rol van de gekozen toepassing. Ook is er
geen directe relatie aangetoond tussen het vertrouwen in de technologie en de gebruiksintentie. Dit
kan als oorzaak hebben dat de consument mogelijk weinig risico’s ziet met betrekking tot RFID. Wel
leidt meer vertrouwen in de technologie tot een verhoging in de verwachte prestatie van het product
en een ruim lagere inspanningsverwachting bij het gebruik. Het vertrouwen in de relatie leidt tot een
hogere gebruiksintentie, al is het in lichte mate. Daarnaast kan geconcludeerd worden dat de
perceptie van de privacy een redelijke invloed heeft op het vertrouwen in de relatie. Verder heeft de
perceptie van de beveiliging een sterke positieve invloed op het vertrouwen in de relatie én het
vertrouwen in de technologie . Als laatste kan geconcludeerd worden dat de beveiliging een grotere
rol speelt in het adoptieproces dan de privacy. Desondanks is er in het onderzoek geen directe
significantie relatie aangetoond tussen de perceptie van de beveiliging en de gebruiksintentie.
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Praktische implicaties
Uit het onderzoek vallen een aantal conclusies te trekken voor bedrijven die gebruik willen maken
van RFID bij transacties van consumenten. De aanvulling van het model laat zien dat het vertrouwen
in de relatie, het vertrouwen in de technologie, de perceptie van de privacy en de perceptie van de
beveiliging van invloed zijn op de gebruiksintentie. RFID kan het voor bedrijven makkelijker maken
om informatie te verzamelen over de klant. Om een goed vertrouwen op te bouwen in de relatie met
de klant is het voor bedrijven belangrijk om de klant te laten inzien dat zijn gegevens vertrouwelijk
worden behandeld. Privacy statement zoals die gedaan worden op websites zijn niet altijd
voldoende. Het vertrouwen van de consument heeft namelijk te maken met de gedragsaspecten van
bedrijven. Ook blijkt dat de perceptie van de beveiliging niet enkel wordt gebaseerd op de technische
aspecten van het systeem. Deze perceptie wordt ook gevormd door het gedrag van bedrijven. Het
benadrukken van de kwalificaties van het beveiligingsysteem, zoals PIN, is belangrijk maar is dus niet
voldoende. Bedrijven moeten daarnaast rekening houden met het feit dat het gebruik van RFID zich
in de beginfase bevindt. Hierdoor zijn de risico’s van de technologie nog niet bij al le consumenten
bekend. In verdere stadia van het gebruik kunnen de percepties van consumenten daarom
veranderen. Uit de resultaten van het onderzoek is bovendien gebleken dat er een zeer sterke relatie
is tussen de verwachte prestatie en de gebruiksintentie. Wanneer de consument overtuigd is van de
van goede prestaties van het product zal dit de gebruiksintentie verhogen. Ondanks dat het gemak
van RFID een wezenlijk voordeel lijkt, behoeft aan dit aspect minder nadruk te worden gegeven. Dit
voordeel spreekt zeer waarschijnlijk voor zich zelf en daarnaast kijkt de consument vooral naar het
doel van de toepassing. De verwachte inspanning heeft namelijk slechts een indirect effect op de
gebruiksintentie . Voor bedrijven is het erg belangrijk om rekening te houden met de percepties van
de consument. Wanneer technologieën zoals RFID ingevoerd worden zonder de acceptatie van de
consument heeft de technologie, ongeacht de mogelijkheden, weinig kans van slagen.
Theoretische implicaties
Dit onderzoek levert ook een aantal theoretische bijdragen aan het bestaande onderzoek. Het
gebruik van RFID bevindt zich in de beginfase en tot op heden zijn er maar weinig onderzoeken
gedaan naar RFID adoptie. Voor zover bekend is dit het eerste adoptieonderzoek naar RFID dat is
gebaseerd op de Unified Theory of Acceptance and Use of Technology van Venkatesh et al. (2003).
Een kanttekening die hierbij geplaatst moet worden is dat slecht een deel van de theorie is gebruikt.
Een aantal oorspronkelijke UTAUT variabelen zijn namelijk niet in het model ingebracht. In dit
onderzoek is het UTAUT-model aangevuld en toegepast buiten de oorspronkelijke context. Er is
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specifiek gekeken naar RFID toepassingen die door de consument wordt gebruikt bij het
betalingsverkeer. Hierbij is gebleken dat de oorspronkelijk UTAUT relatie tussen de verwachte
inspanning en de gebruiksintentie in de context van dit onderzoek niet significant is en daarmee blijkt
het UTAUT-model niet direct toepasbaar te zijn in de gekozen context. Daarnaast heeft deze studie
nieuw inzicht geleverd door te laten zien hoe het UTAUT-model kan worden aangevuld met de
variabelen vertrouwen, privacy en beveiliging. Een combinatie van de drie variabelen zijn namelijk
niet eerder in het UTAUT-model ingebracht. Verder blijkt dat al deze ingebrachte variabelen invloed
hebben op de gebruiksintentie van RFID betaalmiddelen. Bovendien heeft het onderzoek aan weten
te tonen dat het vertrouwen in de technologie niet alleen in een organisatiecontext invloed heeft op
de verwachte prestatie maar ook in de consumenten sfeer. Ook is via deze studie een stevigere
fundering gelegd waarbij gesteld kan worden dat beveiliging in de ogen van de consument een
grotere rol speelt dan de privacy. Daarmee geeft dit onderzoek aanvulling aan de bestaande
inzichten. Het gemodificeerde conceptueel model beschrijft 68% van de variantie in de
gebruiksintentie en dat is iets minder dan het oorspronkelijke UTAUT. Wellicht dat via een
combinatie van het volledige UTAUT-model en de hier gedane aanvulling wel meer van de variantie
in de gebruiksintentie kan worden verklaard. Door middel van dit onderzoek is meer helderheid
verkregen over hoe de gebruiksintentie van met RFID geïntegreerde betaalmiddelen van
consumenten wordt bepaald. Dit is inzichtelijk gemaakt via het finale conceptueel model dat wordt
gepresenteerd in figuur 3. Dit model kan houvast bieden voor vervolg onderzoek naar
consumentenacceptatie van RFID.
Figuur 4. Het finale conceptueel model
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6.2 Limitaties en aanbevelingen
Het onderzoek kent een aantal beperkingen waardoor enige voorzichtigheid geboden is bij een ruime
interpretatie van de resultaten. Een eerste belangrijke beperking van het onderzoek is er dat er
Nederlandse werknemers zijn benaderd van één bedrijf. Deze groep mensen is benaderd omdat zij
allen ervaring hebben met het gebruik van RFID. Echter voor een betere externe validiteit van het
voorgestelde model is verder onderzoek benodigd. Hierbij is het belangrijk dat ook andere
respondentengroepen worden gebruikt voor het toetsen van het model. De percepties kunnen
verschillen voor groepen die veel of juist weinig kennis hebben van de werking van RFID. Daarnaast
kunnen culturele invloeden mogelijk ook van invloed zijn op het adoptieproces waardoor de
resultaten per land (cultuur) kunnen verschillen (Chen en Park, 2004). Een tweede belangrijke
beperking is dat de perceptie is gemeten over één RFID toepassing. De gekozen toepassing maakt
gebruik van PIN wat invloed kan hebben op de resultaten. Vervolgonderzoek zal moeten uitwijzen of
andere soorten RFID betaalmiddelen zoals bijvoorbeeld de mobiele telefoon dezelfde resultaten
geven. Dit zal de validiteit van het model vergroten. Daarbij is het interessant om nader onderzoek te
doen naar de rol van de sociale invloed. In dit onderzoek had de rol geen significant effect terwijl dit
in de m-commerce wel is aangetoond. Ten derde is het adoptiemodel belicht vanuit de context
waarin het gebruik van RFID is gebaseerd op vrijwilligheid. Aangezien het gebruik van RFID
betaalmiddelen in een aantal gevallen wordt opgelegd (bv. de OV-chipkaart) kan het “verplichte”
gebruik van RFID ook een reden zijn tot vervolgonderzoek. Dit kan bijvoorbeeld de perceptie van
privacy en het vertrouwen in de relatie beïnvloeden omdat consumenten in deze situatie minder
controle hebben. Ten vierde is in het onderzoek niet het gebruiksgedrag maar de gebruiksintentie
gemeten. Ondanks dat de gebruiksintentie een goede voorspeller is van het gebruiksgedrag, zijn de
twee variabelen niet gelijk aan elkaar. Ook is invloed van de variabele faciliteiten in deze studie
daarom niet onderzocht. Het model beschrijft daarmee niet het volledige adoptieproces. Het meten
van het gebruiksgedrag is dan ook aanbeveling voor vervolgonderzoek. Daarbij kan tevens de
variabele faciliteiten in het model worden ingebracht. Ten vijfde wordt in dit onderzoek niet beweerd
dat er niet meer variabelen van invloed zijn op het adoptieproces van RFID. Het voorgestelde kan
daarom wellicht aangevuld worden met andere variabelen zoals bijvoorbeeld de culturele invloed.
(Chen en Park, 2004, Bailey en Caidi, 2005). Een laatste aanbeveling voor vervolgonderzoek komt
voort uit het feit dat het voor de detailhandel ook erg aantrekkelijk is om RFID op een andere manier
te gebruiken, namelijk voor de besturing van de logistieke processen. Toekomstig onderzoek zou
daarom kunnen uitwijzen wat de invloed is van vertrouwen, privacy en beveiliging op de intentie van
consumenten om producten aan te schaffen die een RFID chip bevatten. Daarbij kan het echter wel
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noodzakelijk zijn om meer RFID specifieke schalen te ontwikkelen zodat de constructs op een goede
manier kunnen worden gemeten.
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Bijlage 1; Inleiding enquête
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Bijlage 2; Vragenlijst
Verwachte prestatie
1) Betalen met TankPay lijkt me handig.
2) Ik denk dat ik met TankPay sneller kan tanken dan met de huidige betaalwijzen.
3) Ik denk dat TankPay voordelen heeft ten opzichte van de huidige betaalwijzen.
4) Ik denk dat TankPay een fijnere manier van betalen is.
Verwachte inspanning
5) Ik denk dat de werking van TankPay duidelijk en begrijpbaar zal zijn.
6) Ik denk dat TankPay weinig moeilijke handelingen met zich mee brengt.
7) Ik denk dat TankPay een makkelijke manier van betalen is.
8) Ik denk dat het me niet veel moeite zal kosten om te leren hoe TankPay in zijn werk gaat.
Sociale invloed
24) Ik denk dat mensen in mijn omgeving (collega’s en kennissen) zullen vinden dat ik TankPay zou moeten gebruiken.
25) Ik denk dat mensen die belangrijk voor mij zijn (zoals vrienden en familie), zullen vinden dat ik TankPay zou moeten
gebruiken.
Vertrouwen in de relatie
17) Ik denk dat franchisegevers (zoals Shell, Texaco, Tango etc.) betrouwbaar zijn.
18) Ik denk dat franchisegevers (zoals Shell, Texaco, Tango etc.) zich houden aan hun toezeggingen en beloften.
19) Ik denk dat franchisegevers (zoals Shell, Texaco, Tango etc.) mijn belangen hoog in het vaandel hebben staan.
Vertrouwen in de technologie
20) Ik denk dat TankPay een betrouwbaar betaalsysteem is.
21) Ik ben er van overtuigd dat TankPay zal werken op het moment dat ik het wil gebruiken.
22) Ik denk dat ik er op kan vertrouwen dat TankPay naar mijn verwachtingen zal functioneren.
23) Ik denk dat ik er op kan vertrouwen dat TankPay zal werken wanneer ik het wil gebruiken.
Privacy
9) Ik ben er zeker van dat franchisegevers (zoals Shell, Texaco, Tango etc.) persoonlijke informatie van consumenten (zoals
identiteit- en koopgegevens) niet zullen onthullen aan derden.
10) Ik geloof dat franchisegevers (zoals Shell, Texaco, Tango etc.) mijn persoonlijke informatie (zoals identiteit- en
koopgegevens) niet zonder mijn instemming met derden zullen delen.
11) Ik denk dat ik zelf kan bepalen hoe mijn verstrekte persoonlijke informatie wordt gebruikt door franchisegevers (zoals
Shell, Texaco, Tango etc.).
12) Over het geheel gezien, ben ik er zeker van dat mijn privacy niet zal worden geschaad door franchisegevers (zoals Shell,
Texaco, Tango etc.).
Beveiliging
13) Ik ben er zeker van dat de persoonlijke informatie die ik verschaf tijdens mijn betalingen (zoals identiteit- en
koopgegevens), veilig zijn voor derden gedurende de opslag in de databases van de franchisegevers (zoals Shell, Texaco,
Tango etc.).
14) Ik geloof niet dat derden mijn persoonlijke informatie die ik verschaf tijdens mijn betalingen (zoals identiteit- en
koopgegevens), bewust kunnen observeren.
15) Ik denk dat derden mijn persoonlijke informatie die ik verschaf tijdens mijn betalingen (zoals identiteit - en
koopgegevens), niet zullen verzamelen en opslaan.
16) Over het geheel gezien ben ik zeker van een goede beveiliging van mijn betalingen bij tankstations.
Gebruiksintentie
26) Ik heb de intentie om TankPay in de toekomst te gaan gebruiken.
27) Ik verwacht dat ik TankPay in de toekomst zal gaan gebruiken.
28) Ik ben van plan om TankPay in de toekomst te gaan gebruiken.
