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• Cisco Packet Tracer: Es un simulador de redes que ofrece un entorno 
interactivo eficaz para aprender conceptos y protocolos de redes. 
 
• EIGRP: Es un protocolo de red que permite a los enrutadores intercambiar 
información de manera más eficiente que con la red anterior. 
 
• OSPF: Protocolo de router usado para encontrar la mejor trayectoria para los 
paquetes a medida que pasan a través de un conjunto de redes conectadas. 
 
 







En el siguiente informe se encuentra la aplicación de dos escenarios los cuales son 
solucionados con los conocimientos adquiridos durante el desarrollo del curso 
diplomado de profundización en Cisco, por lo cual esta implementación involucra 
entornos reales correspondientes a las configuraciones de diferentes dispositivos 
de redes basados en los diferentes lineamientos de direccionamiento, donde se usa 
tanto las familias de OSPF, los protocolos lookback y las configuraciones de 
protocolos EIGRP, correspondiente al primer escenario, mientras que el segundo 
usa protocolos VTP correspondientes a las redes VLAN para aprovechar por 
completo la red y así se realizan las configuraciones adecuadas para el 
funcionamiento de los dispositivos y la seguridad de los datos. 
 






In the following report is the application of two scenarios which are solved with the 
knowledge acquired during the development of the diploma course of deepening in 
Cisco, so this implementation involves real environments corresponding to the 
configurations of different network devices based on different addressing guidelines, 
where both OSPF families, lookback protocols and EIGRP protocol configurations 
are used, corresponding to the first scenario, while the second uses VTP protocols 
corresponding to VLAN networks to take full advantage of the network and thus the 
appropriate configurations are made for the operation of devices and data security. 
 









El presente trabajo tiene como finalidad aplicar los conocimientos adquiridos a lo 
largo de los temas de CCNP, donde se tiene como objetivo construir una red con 
OSPF y EIGRP, y que cada área pueda obtener las rutas de la otra por método de 
redistribución, además la configuración del escenario dos, donde se emplea una red 
VLAN configurando los equipos de manera que se establezca una comunicación 
entre ellos y así lograr una transferencia adecuada de datos. 
En el siguiente trabajo se implementará por medio del software Packet Tracer las 
diferentes configuraciones para establecer comunicación entre los equipos y así 
























Teniendo en la cuenta la siguiente imagen: 
 
 
Ilustración 1. Topología primer escenario 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en 
los routers. Configurar las interfaces con las direcciones que se muestran en 
la topología de red. 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 20.1.0.0/22 y configure esas interfaces para participar en el área 
150 de OSPF. 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 180.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 51. 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
80000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
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6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
 
Desarrollo 
1. Configuración de los routers R1, R2, R3, R4 y R5: 
Router(config)#no ip domain-lookup 
Router(config)#hostname R1 
R1(config)#int s0/0/0 
R1(config-if)#ip address 150.20.15.10 255.255.255.0 
R1(config-if)#clock rate 64000 
R1(config-if)#no shutdown 
 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to down 
R1(config-if)# 
R1(config-if)#router ospf 1 
R1(config-router)#network 150.20.15.0 0.0.0.255 area 150 
 




Ilustración 3. Troubleshooting en R1 
Se logra observar que el dispositivo es del DCE. 
 
Router(config)#no ip domain-lookup 
Router(config)#hostname R2 
R2(config)#int s0/0/0 




%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
 
R2(config-if)#int s0/0/1 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, changed state 
to up 
 
R2(config-if)#ip address 150.20.20.10 255.255.255.0 
R2(config-if)#clock rate 64000 
R2(config-if)#no shutdown 
 




R2(config)#router ospf 1 
R2(config-router)#network 150.20.15.0 0.0.0.255 area 150 
R2(config-router)# 
00:09:56: %OSPF-5-ADJCHG: Process 1, Nbr 150.20.15.10 on Serial0/0/0 from 
LOADING to FULL, Loading Done 
 
R2(config-router)#network 150.20.20.0 0.0.0.255 area 150 
 
 




Ilustración 5. Troubleshooting en R2 
Se logra observar que el dispositivo es un DTE, por lo que espera que el otro 
extremo proporcione el reloj. 
Router(config)#no ip domain-lookup 
Router(config)#hostname R3 
R3(config)#int s0/0/0 








%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, changed state 
to up 
 





%LINK-5-CHANGED: Interface Serial0/0/1, changed state to down 
R3(config-if)#exit 
R3(config)#router ospf 1 
R3(config-router)#network 150.20.20.0 0.0.0.255 area 150 
R3(config-router)# 
00:13:06: %OSPF-5-ADJCHG: Process 1, Nbr 150.20.20.10 on Serial0/0/0 from 
LOADING to FULL, Loading Done 
 
R3(config-router)#exit 
R3(config)#router eigrp 51 
R3(config-router)#network 80.50.42.0 0.0.0.255 
 
 




Ilustración 7. Troubleshooting en R3 
Se logra observar que este dispositivo es un DTE. 
 
Router(config)#no ip domain-lookup 
Router(config)#hostname R4 
R4(config)#int s0/0/0 
R4(config-if)#ip address 80.50.42.20 255.255.255.0 




%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
 
R4(config-if)#int s0/0/1 
R4(config-if)#ip address 80.50.42.20 255.255.255.0 
%LINEPROTO-5-UPDOWN: Line protocol on Interfa 





%LINK-5-CHANGED: Interface Serial0/0/1, changed state to down 
R4(config-if)#exit 
R4(config)#router eigrp 51 
R4(config-router)#network 80.50.42.0 0.0.0.255 
R4(config-router)# 
%DUAL-5-NBRCHANGE: IP-EIGRP 51: Neighbor 80.50.42.10 (Serial0/0/0) is up: 
new adjacency 
 
R4(config-router)#network 80.50.30.0 0.0.0.255 
 




Ilustración 9. Troubleshooting en R4 
Por lo que se logra observar, este dispositivo brinda el reloj ya que es DCE. 
 
Router(config)#no ip domain-lookup 
Router(config)#hostname R5 
R5(config)#int s0/0/0 
R5(config-if)#ip address 80.50.30.20 255.255.255.0 








%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, changed state 
to up 
 
R5(config)#router eigrp 51 
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R5(config-router)#network 80.50.30.0 0.0.0.255 
R5(config-router)# 




Ilustración 10. Configuración R5. 
 




Como se logra observar este es un dispositivo DCE. 
 
2. Se crean las cuatro interfaces Loopback en R1: 
R1(config)#int loopback 0 
 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 
 
R1(config-if)#ip address 20.1.0.10 255.255.252.0 
R1(config-if)#int loopback 1 
 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 
 
R1(config-if)#ip address 20.1.1.10 255.255.252.0 
% 20.1.0.0 overlaps with Loopback0 
R1(config-if)#int loopback 2 
 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback2, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback2, changed state 
to up 
 
R1(config-if)#ip address 20.1.2.10 255.255.252.0 
% 20.1.0.0 overlaps with Loopback0 
R1(config-if)#int loopback 3 
 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback3, changed state to up 
 





R1(config-if)#ip address 20.1.3.10 255.255.252.0 
% 20.1.0.0 overlaps with Loopback0 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#network 20.1.0.0 0.0.0.255 area 150 
R1(config-router)#network 20.1.1.0 0.0.0.255 area 150 
R1(config-router)#network 20.1.2.0 0.0.0.255 area 150 
R1(config-router)#network 20.1.3.0 0.0.0.255 area 150 
 
 
Ilustración 12. Creación loopback R1. 
 
3. Se crean las cuatro interfaces Loopback en R5: 
R5(config)#int loopback 0 
R5(config-if)#ip address 180.5.0.10 255.255.252.0 
R5(config-if)#int loopback 1 
R5(config-if)#ip address 180.5.1.10 255.255.252.0 
% 180.5.0.0 overlaps with Loopback0 
R5(config-if)#int loopback 2 
 
R5(config-if)# 
%LINK-5-CHANGED: Interface Loopback2, changed state to up 
 





R5(config-if)#ip address 180.5.2.10 255.255.252.0 
% 180.5.0.0 overlaps with Loopback0 
R5(config-if)#int loopback 3 
 
R5(config-if)# 
%LINK-5-CHANGED: Interface Loopback3, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback3, changed state 
to up 
 
R5(config-if)#ip address 180.5.3.10 255.255.252.0 
% 180.5.0.0 overlaps with Loopback0 
R5(config-if)#exit 
R5(config)#router eigrp 51 
R5(config-router)#network 180.5.0.0 0.0.0.255 
R5(config-router)#network 180.5.1.0 0.0.0.255 
R5(config-router)#network 180.5.2.0 0.0.0.255 
R5(config-router)#network 180.5.3.0 0.0.0.255 
 
 







4. Se muestra la tabla de enrutamiento de R3: 
 
 
Ilustración 14. Tabla de enrutamiento de R3 











5. Distribución de las rutas EIGRP y OSPF en R3: 
R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 51 metric 80000 subnets 
R3(config-router)#router eigrp 51 
R3(config-router)#redistribute ospf 1 metric 1544 20000 255 1 1500 
 
 
Ilustración 15. Redistribución de OSPF y EIGRP en R3. 
 
6. Se muestran las tablas de enrutamiento de R1 y R5: 
 




Ilustración 17. Tabla de enrutamiento de R5 
Existen las rutas del sistema autónomo opuesto en cada una de las tablas de 
















Parte 1: Configurar la red de acuerdo con las especificaciones. 
a. Apagar todas las interfaces en cada switch 
La siguiente configuración se realiza para cada una de las interfaces. 
 








b. Asignar un nombre a cada switch acorde con el escenario establecido. 
 
Ilustración 19. Nombre DLS1. 
 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.20.20.1/30 y para DLS2 
utilizará 10.20.20.2/30. 
 




Ilustración 20. Configuración DLS1. 
 
2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
En cada uno de los switches, se implementa la siguiente configuración. 
 






3) Los Port-channels en las interfaces F0/9 y Fa0/10 utilizará PAgP. 
 
Ilustración 22. Configuración de las demás interfaces. 
 
4) Todos los puertos troncales serán asignados a la VLAN 500 como la 
VLAN nativa. 
 
Ilustración 23. Configuración puertos troncales. 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 





Ilustración 24. Asignación dominio y contraseña. 
2. Configurar DLS1 como servidor principal para las VLAN. 
 
Ilustración 25. Configuración DLS1 como servidor principal. 
 
3. Configurar ALS1 y ALS2 como clientes VTP. 
 





e. Configurar en el servidor principal las siguientes VLAN 
Tabla 1. Configuración del servidor principal. 
Número de VLAN Nombre de VLAN Número de VLAN Nombre de VLAN 
600 NATIVA 420 PROVEEDORES 
15 ADMON 100 SEGUROS 
240 CLIENTES 1050 VENTAS 
1112 MULTIMEDIA 3550 PERSONAL 
 
En Packet Tracer, por la limitante de la versión 2 del VTP, los rangos de la VLAN se 
reducen a 1005, así que se emplean 10 VLAN para VENTAS, 111 para MULTIMEDI 
y 456 para PERSONAL. 
 






f. En DLS1, suspender la VLAN 434. 
Como Packet tracer tiene comandos que no soporta, al tratar de emplear el 
comando adecuado para suspender la VLAN, está la reconoce como comando 
inválido.  
 
Ilustración 28. Comando invalido para suspender. 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, 
y configurar en DLS2 las mismas VLAN que en DLS1. 
 






h. Suspender Vlan 420 en DLS2. 
Como Packet tracer tiene comandos que no soporta, al tratar de emplear el 
comando adecuado para suspender la VLAN, esta la reconoce como comando 
inválido.  
 
Ilustración 30. Comando inválido para suspender. 
 
i. En DLS 2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCIÓN no podrá estar disponible en cualquier otro Switch de la red. 
 
Ilustración 31. Creación VLAN 567. 
j. Configurar DLS1 como spanning tree root para las VLANs 1,12, 420, 
600,1050, 1112, 3550 y como raíz secundaria para las VLAN 100 y 240. 
 
 







k. Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como 
una raíz secundaria para las VLAN 12, 420, 600, 1050, 1112 y 3550. 
 
Ilustración 33. Configuración DLS2. 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 














m. Configurar las siguientes interfaces como puertos de acceso, asignados a 
las VLAN de la siguiente manera:  
Tabla 2. Tabla configuración puertos de acceso. 
 
Se realiza un ajuste en los valores, dado que Packet Tracer sólo permite VLAN 
hasta 1005. 
 








Parte 2: conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
Usando el comando show vlan, se verifica la configuración. 
 
Ilustración 36. Validación de configuración DLS1. 
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b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente. 
Usando el comando show etherchannel, se verifica la configuración. 
 











c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
Usando el comando show spanning-tree, se verifica la configuración 
 
















El desarrollo de este trabajo nos permite colocar en práctica los temas aprendidos 
como lo son configuración básica en dispositivos, redistribución de rutas mediante 
OSPF y EIGRP, que se vieron en la materia de Diplomado de Profundización cisco 
CCNP. 
Con el protocolo de Open Shortest Path First (OSPF), se logró establecer una ruta 
más corta entre los nodos de la red, denominada área 150. Mientras que con EIGRP 
se logró establecer rutas de desvió de la información con pocos segundos de 
retardo.  
La implementación de los escenarios permite identificar como se encuentran 
configurados los equipos en un entorno laboral donde sea necesario una 
comunicación y transmisión de datos, por lo cual se emplea accesos a los 
segmentos de red de los switches, configuración de las VLAn y troncales para poder 
establecer la adecuada administración de los equipos de la red.  
Al usar el software Packet Tracer, existe la limitación de que no es posible usar la 
versión 3 de VTP como lo requiere el manual, pero con la versión 2 de VTP puede 
lograr los resultados esperados ajustando los límites a un plazo razonable. Para las 
VLAN, puede utilizar los comandos adecuados para realizar todas las 
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