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ABSTRAK
Rizka Cahaya Putri. 2017. (E0013356). TINDAK PIDANA SIBER DENGAN
MODUS DISTRIBUTED DENIAL OF SERVICE ATTACK FOR BITCOIN
(DDOS4BC) DALAM SISTEM HUKUM PIDANA DI INDONESIA.
Fakultas Hukum Universitas Sebelas Maret.
Penulisan hukum  ini bertujuan untuk menjelaskan peraturan hukum
pidana di Indonesia dan pertanggungjawaban pidana dalam tindak pidana siber
Distributed Denial of Service Attack for Bitcoin atau Ddos4Bc. Selain itu,
penelitian ini juga bertujuan untuk mengetahui bagaimana upaya penanggulangan
Ddos4Bc dan regulasi mengenai penggunaan internet terhadap tindak pidana siber
Ddos4Bc. Metode yang digunakan dalam tulisan ini ialah studi pustaka (library
research), dengan mencari buku-buku atau bahan bacaan lain yang berkaitan
dengan masalah Ddos4Bc, dan mengambil data dari Kitab Undang-undang
Hukum Pidana (KUHP), Undang-undang Republik Indonesia No 19 Tahun 2016
perubahan atas Undang-undang Republik Indonesia No 11 Tahun 2008 tentang
Informasi dan Transaksi Elektronik dan Undang-undang No 8 Tahun 2010 tentang
Tindak Pencegahan dan Pemberantasan Tindak Pidana Pencucian Uang. Hasil
penulisan ini menunjukan bahwa pertauran yang dapat dikaitkan dengan tindak
pidana siber Ddos4Bc yakni KUHP yang diatur dalam pasal 167 ayat (1) dan (2),
pasal 368, pasal 406 dan pasal 480 KUHP. Undang-undang Republik Indonesia
No 19 Tahun 2016 yang diatur dalam Pasal 27 ayat (4), Pasal 30 ayat (1) dan
Pasal 33, Undang-undang No 8 Tahun 2010 yang diatur dalam Pasal 3 dan Pasal
4. Selain itu tindak pidana siber Ddos4Bc dapat dipertanggungjawabkan jika
memenuhi semua unsur-unsur dalam pertanggungjawaban pidana dari sisi
perbuatan melawan hukum , mampu bertanggungjawab (keadaan dan kemampuan
jiwanya), kesalahan (kesengajaan atau kelalaian) dan tidak ada alasan pemaaf.
Ddos4Bc dapat menganggu perekonomian Indonesia, karena sarana yang
digunakan yakni Bitcoin bersifat anonim sehingga dapat digunakan untuk
kegiatan pencucian uang. Sehingga hal tersebut dapat menjadi faktor pendorong
untuk pemerintah Indonesia melakukan regulasi penggunaan internet.
Kata kunci: Tindak pidana siber, Bitcoin, Ddos4Bc
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ABSTRACT
Rizka Cahaya Putri. 2017. (E0013356). CYBER CRIME WITH
DISTRIBUTED DENIAL OF SERVICE ATTACK FOR BITCOIN
(DDOS4BC) MODUS IN INDONESIA’S SYSTEM OF CRIMINAL LAW.
Faculty of Law Universitas Sebelas Maret.
This legal writing tends to explain the rules of criminal law in Indonesia
and criminal liability of Distributed Denial of Service Attack for Bitcoin or
Ddos4Bc. In addition, this study also aims to analyse any efforts to overcome
Ddos4Bc and regulations regarding the use of the Internet against cyber crime
with Ddos4Bc. The research using library research method, by finding books or
other material related to Ddos4Bc issue and taking data from Criminal Code
(KUHP; Law Number 19 Year 2016 on Amendment to the Law Number 11 of
2008 on Information and Electronic Transactions; and Law Number 8 of 2010 on
the Prevention and Eradication of Money Laundering Crime. The result indicates
that regulations which can be linked to cyber crime with Ddos4Bc are the
Criminal Code in article 167 section (1) and (2), article 368, article 406 and
article 480; Law Number 19 of 2016 in Article 27 section (4), Article 30 section
(1) and Article 3;, Law Number 8 of 2010 as stipulated in Article 3 and Article 4.
In addition, Ddos4Bc crime may be held accountable if it satisfies all elements of
criminal responsibility from side of the action against the law, capable to
responsible (of his soul condition and ability), mistakes (deliberate or negligent)
and no excuses. Ddos4Bc can disrupt the Indonesian economy because this crime
using Bitcoin means that is anonymous, therefore, it can be used for money
laundering activities which can be a driving factor for the Indonesian government
to regulate the use of the internet
Keywords: cyber crime, bitcoin, Ddos4Bc
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