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I

ABSTRAKTI
Ndërmarrjet e vogla dhe të mesme (SME) për të komunikuar në mes vete, kohë më parë,
kanë pasur shumë probleme. Me zhvillimin e rrjeteve kompjuterike, komunikimi në mes
tyre është bërë më i lehtë. Mënyra se si komunikojnë në mes vete, më ka bërë kurioz që të
përcaktohem për këtë hulumtim që do bëj në vazhdim për rrjetet kompjuterike, zhvillimin
dhe implementimin e tyre.
Kush i përdorë rrjetet kompjuterike?
Institucionet qeveritare dhe joqeveritare, përdoruesit shtëpiakë, industritë e ndryshme,
institucionet shëndetësore, ndërmarrjet e ndryshme.
Për çka përdoren rrjetet kompjuterike?
Transaksione biznesore, e-commerce (shitblerja elektronike), kërkime, lojra online, biseda,
posta elektronike (e-mail), shkëmbim dhe përpunim të të dhënave.
Për hulumtimin tim, kam zgjedhur Ambulancën “Suhareka”, ku do të implementoj dhe do
të dizajnoj rrjetin për këtë ndërmarrje. Në fillim do të analizoj konceptin e infrastukturës së
rrjeteve kompjuterike, mirëpo esenciale në këtë punim është se do të analizoj rrjetet
LAN/WAN dhe pastaj do të implementoj projektin tim në simulatorin Cisco Packet Tracer.
Dhe në fund do të shohim rezultatet nga projekti që kam realizuar.

Fjalët kyqe
LAN, WAN, Rrjeta, SME, CAN, Router, Switch, PC, Network Printer, Server, Cloud,
Ambulanca, Ip Address dhe Kabëll.

II

DEKLARIMI I PROBLEMIT
Duke parë rëndësinë që kanë rrjetet kompjuterike në krijimin, përpunimin, shkëmbimin,
ruajtjen dhe sigurimin e lehtë, të shpejtë dhe efikas të të dhënave, në nivele të ndryshme,
kam vendosur të analizoj dizajnimin dhe implementimin e rrjeteve LAN/WAN për
ndërmarrjet e vogla-të mesme (SME). Në këtë punim do të analizohet rrjeti kompjuterik i
ambulancës “Suhareka”, e cila përbëhet nga dy objekte, që gjenden në një distancë
përafërsisht prej 30 metrave larg njëri tjetrit. Ky rrjet kompjuterik do të ndihmojë shumë
punonjësit e kësaj ambulance në përpunimin dhe mirëmbajtjen e të të dhënave të tyre, kur
dihet se akoma përpunimi i të dhënave në këtë ambulancë bëhet në mënyrë manuale, dhe
poashtu do të kenë çasje në Serverin e Ministrisë së Shëndetësisë.

OBJEKTIVAT
Nga ky studim, pres të realizohen këto dy objektiva kryesore:
Së pari të bëj një përshkrim të përgjithshëm dhe informues mbi rrjetet kompjuterike, paisjet
që mundësojnë krijimin e një rrjeti, llojet e ndryshme të rrjeteve kompjuterike, modelet e
studimit të rrjeteve, mënyrën e adresimit dhe komunikimit ndërmjet kompjuterëve
(pjesëmarrësve) në rrjet, etj. Përmes këtyre informatave, pothuajse bazike mbi rrjetet
kompjuterike, kam si qëllim që ky punim të jetë i kuptueshëm dhe interesant edhe për
personat të cilën nuk kanë njohuri të mjaftushme në fushën e teknologjisë informative.
Objektivi i dytë dhe më kryesori është të bëj dizajnimin dhe implementimin e rrjetës
kompjuterike për ambulancën “Suhareka”. Përshkrimi i objekteve të ambulancës, dhomave
në të cilat do të instalohen kabllot dhe paisjet tjera përkatëse për krijimin e rrjetës,
përshkrimi i topologjisë fizike dhe logjike të përdor në rrjet, IP adresat e përdorura për
paisjet mbrenda rrjetit si dhe konfigurimet bazike të tyre. Këto përshkrime dhe përmbledhje
mbi rrjetën do të përdoren nga administratori i rrjetës për mirëmbajtje të saj si dhe për
ndonjë zgjerim eventual.
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1. HYRJE
Viteve të fundit numri i kompjuterëve, e me të edhe numri i shfrytëzuesve të tyre çdo ditë
po rritet. Përmasat e punëve me kompjuterë dita ditës janë më të mëdha, gjithashtu edhe
numri i informacioneve të përpunuara dhe nevoja për transmetimin e tyre. Jo vetëm
kompanitë e mëdha por edhe ndërmarrjet e vogla si dhe individët kanë blerë numër të madh
të kompjuterëve për stafin e tyre, andaj edhe problemet rreth ndarjes së informacioneve
janë rritur. Shfrytëzimi i përbashkët i të dhënave nënkuptonte krijimin e kopjeve dhe
vendosjen e tyre në një kompjuter tjetër përmes disketave. Kjo metodë ishte e suksesshme
kur ishte pyetja vetëm për disa kompjuterë, por me rritjen e përmasave të të dhënave është
rritur edhe numri i problemeve sepse disa punë kërkonin dhjetëra disketa pastaj edhe bartja
fizike e tyre në lokacionin që ishte pak a shumë në largësi nga kompjuteri burimor. [13]
Kur kompjuterët janë të lidhur në rrjetë, shfrytëzuesit e tyre mund ti ndajnë fajllat, porositë,
grafiqet, shërbimet e printerit, modemët, dhe resurset tjera harduerike. Rrjetëzimi është
zhvilluar nga nevoja që më shumë shfrytëzues njëkohësisht të shfrytëzojnë të dhënat si nga
kompjuteri i tyre ashtu edhe nga kompjuterët e tjerë në rrjetë. Kompjuterët si të pavarur
janë mjet i shkëlqyer për përpunimin e të dhënave, tabelave, grafiqeve dhe llojeve tjera të
informacioneve, por nuk mundësojnë që dokumentet lehtë të ndahen që është edhe arsyeja
kryesore e zhvillimit të rrjetave. [4]
Bizneseve i nevojitej një zgjidhje se si të komunikonin në mënyrë efektive, se si të evitonin
dupilikimin e paisjeve dhe burimeve dhe zgjedhja u realizua me rrjetat e kompjuterëve që e
rritën produktivitetin dhe zvogluan koston. mes të viteve 80-ta teknologjitë e rrjetave u
krijuan me hardwer dhe softwer të ndryshëm. Çdo kompani prodhuese e krijonte hardwerin
dhe softwerin në bazë të standardeve të tyre. Si rezultat, shumë teknologji të rrjetave ishin
inkompatibile njëra me tjetrën. Paisjet e rrjetës duhej të zëvendësoheshin për të
implementuar teknologjitë e reja. Një zgjidhje ishte krijimi i standardeve LAN. [8]
Teknologjitë e reja patjetër kishin nevojë të shpërndanin informata ndërmjet bizneseve, sa
më larg dhe sa më shpejtë. Si zgjidhje ishte krijimi i MAN dhe WAN. Nga viti 1960 deri
1990, Departamenti i Mbrojtjes (DoD) zhvilloi rrjeta të gjëra, reale (WANs) për arsye
ushtarake dhe shkencore. Kjo teknologji lejonte që kompjuterët të lidheshin së bashku
përmes shumë shtigjeve të ndryshme. Rrjetave të caktonte se si ta lëviz informatën prej një
kompjuteri në tjetrin. WAN – i krijuar nga DoD u shëndrrua në internet. [11]
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2. LITERATURË E SHFRYTËZUAR
Gjatë këtij punimi kam përdorur literaturë të ndryshme për rrjeta kompjuterike, mirëpo më
shumë jam fokusuar tek këto :
Edmond Aliaga, Elver Bajrami , “Bazat e rrjetave kompjuterike”.
William Stallings. ”Local & Metropolitan Area Networks”, 6th Edition.
Andrew S.Tanembaum. “Computer Networks”, 4th Edition.
Allan Reid,Jim Lorenz. “Working at a Small-to-Medium Business or ISP”, CCNA2.
Koncepte të rrjetave kompjuterike
Idea e përgjithshme e zhvillimit të komunikimit qëndron në atë se duhet të ekzistojnë së
paku tre elemente për të realizuar komunikimin. Së pari duhet të kemi dy entitete të njohura
në gjuhën e teknologjisë informative si Dërguesi dhe Pranuesi. Këto dy entitete më pastaj
duhet të kenë diçka për të ndarë njëra me tjetrën që në këtë rast është informata.
Shumë vite më parë komunikimi në largësi ishte problem i madh, pasi që nuk ishin të
zhvilluara rrjetet kompjuterike, si dhe ruajtja e të dhënave bëhej në mënyrë manuale.
Zhvillimi i rrjeteve kompjuterike është aq komplekse saqë për gjatë 40 viteve të fundit ka
përfshirë shumë njerëz nga i gjithë globi.
Teknologjia e komunikimit në vitet e 90-ta dhe më parë, kërkonte rrjete të ndara për zë,
video dhe të dhëna kompjuterike. Secili nga këto rrjete kërkonte një lloj të ndryshëm paisje
për të hyrë në këto rrjete. Telefonat, televizorët dhe kompjuterët përdornin teknologji
specifike dhe struktura rrjeti të ndryshme të dedikuara, për të komunikuar. Po ashtu në ato
vite është parë një zgjerim i madh i qasjeve publike dhe komunikimit të orientuar në rrjeta,
e cila e kishte aftësinë të lidh gjithë botën në një rrjet të vetëm. Teknologjia ekzistuese e
rrjeteve tashmë ka përfshirë mekanizmat e ndryshme ushtarake, institucione akademike,
hulumtuese, shtetërore si një mjet esencial dhe i rëndësishëm për secilin.
Sot, rrjetet kompjuterike janë thelbi i komunikimit modern. Shtrirja e komunikimit është
rritur ndjeshëm gjatë dekadës së kaluar, duke iu falenderuar avancimit të rrjetit kompjuterik
në mënyrë progresive. Teknologjitë e reja krijojnë një lloj të ri rrjeti që siguron më shumë
se një lloj shërbimi. Ndryshe nga rrjetet e dedikuara, këto rrjete të reja të konvergjuara janë
në gjendje të sigurojnë shërbime zanore, video dhe të dhënash mbi të njëjtin kanal
komunikimi ose strukturë rrjeti.
Kështu që edhe rrjetet kompjuterike LAN dhe WAN që i kam shtjelluar në këtë punim
diplome janë shembulli më i mirë për ndërmarrjet e vogla dhe të mesme për të kryer
shërbime dhe komunikime në mes vete.
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3. INFRASTUKTURA PËR RRJETET KOMPJUTERIKE
3.1. Kompjuterë
Sigurisht se pa kompjuterë nuk do të ketë as rrjetë kompjuterike. Së paku mund të jenë dy
kompjuterë, ndërsa kufiri i epërm varet nga lloji i rrjetit. Kushti kryesor është se duhet të
ekzistojë një lidhje në mes tyre, pa marrë parasysh se në atë rrjetë a janë gjithë kompjuterët
të njejtë apo me karakteristika të ndryshme. Mund të jenë kompjuterë me performaca të
ndryshme, po ashtu edhe server shumë të fuqishëm apo kompjuterë "mainframe" që i
takojmë zakonisht në kompani të mëdha dhe në institucione shtetërore. Shpesh, me
zmadhimin e rrjetit, përkatësisht me shtimin e numrit të madh të kompjuterëve në rrjetë,
njëri prej tyre mund të paraqitet si server – kompjuter qëndror në të cilin janë të deponuara
datotekat ose programet aplikative të cilët i shfrytëzon rrjeta. [9]
Serverët zakonisht kanë procesor të shpejtë (shpesh janë edhe multiprocesorik), disqe me
kapacitet të lartë (zakonishtë disa disqe) si dhe memorie me kapacitet më të madhë. Me
caktimin e njërit kompjuter si server mundësohet një kursim i madh si nga ana softuerike
ashtu dhe nga ajo harduerike. Kjo arrihet duke instaluar programe (softuere) të ndryshme në
server, të cilët janë të gatshëm për përdorim nga klientët, si dhe duke e pajisur serverin me
komponente të brendshme me kualitative gjithashtu janë të gatshme për përdorim nga
klientët. [9]
3.2. Kartela e rrjetit
Që një klient të arrijë të qaset në rrjetë dhe të komunikojë me kopjuterët tjerë duhet të jetë
patjetë i pajisur me kartelën e rrjetit. Kartelat apo adapterët e rrjetit instalohen brenda në
shtëpizë të kompjuterit. Kartelat e vjetra përmbajnë në vete konektor ISA andaj duhet që
edhe në pllakën amë të kompjuterit të ekzistojë një vend i dedikuar (i njohur si sllot) për
kartelën e rrjetit që të mund të instalohet. Kartelat e reja kanë sllotet e quajtura PCI. Tek
notebook-ët, kartela e rrjetit (PCMCIA) është e vendosur në sllot të veçantë. [10]
Kur të zgjidhet kartela e rrjetit duhet paraprakisht të planifikohet, sepse kartelat e rrjetit
Ethernet përkrahin transfer të të dhënave me shpejtësi deri në 10 Mbps, deri sa kartelat e
rrjetit Fast Ethernet që janë diç më shtrenjtë, përkrahin transferim deri në 100 Mbps. Më
pas duhet siguruar që kartelat e rrjetit të përkrahin llojin e kabllos që e përdorim. Për kabllo
koaksial, kartela duhet në vete të përmbaj konektor BNC, ndërsa për kabllo UTP kartela
duhet të përmbajë konektor UTP ose të dy konektorët. [10]
3.3. Kabllo
Ekzistojnë disa lloje të kabllove me të cilët lidhen paisjet kompjuterike ndërmjet vete:
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Kabllo e trashë koaksiale – sot nuk përdoret për instalim të rrjeteve kompjuterike. Mirëpo,
duhet cekur që për shkak të trashësisë së përçuesit të bakrit të kësaj kabllo e me këtë edhe
për shkak të dobësimit të vogël të sinjalit, transmetimi i sinjalit nëpër këtë kabllo do të ishte
i mundur deri në 500 metra pa pasur nevojë për përforcim shtesë. Për këtë arsyje mjaft
është përdorur në ndërtesa të mëdha dhe nëpër komplekse të uzinave. [5]
Kabllo e hollë koaksiale – është më e lakueshme dhe më e përshtatshme për tu
instaluar. Me gjithë këtë ka edhe çmim të volitshëm, pothuajse plotësisht e ka nxjerrur
nga përdorimi kabllon e trashë koaksiale. Por, diapazoni i tyre pa përforcime shtesë është
më i vogël. [6]
Kabllo me çiftore UTP – janë ata kabllo që përbëhen nga fijet e përdredhura të bakrit për
t’u shmangur interferimeve (pengesave) nga çiftoret fqinje ose nga pajisjet siç janë motorët,
relet dhe të ngjashëm. Mund të jenë të kategorisë 1 të cilët transmetojnë vetëm zë,
kategorisë 2 me shpëjtësi të transmetimit të të dhënave deri në 4Mb/s, kategorisë 3 me
shpejtësi të transmetimit deri në 10 Mb/s, kategorisë 4 me shpejtësi të transmetimit deri në
16 Mb/s dhe kategorisë 5 që sot më së shumti aplikohet dhe përkrah shpejtësinë e
transmetimit deri në 100 Mb/s. Gjatësia maksimale e një segmenti të këtij kablli në të cilin
kompjuterët mund të lidhen pa përforcim shtesë është 100 metra. Për të ndërlidhur
kompjuterët në mes tyre dhe me paisjen e quajtur switch, ne duhet të krijojmë kabllot
crossover dhe straight-throught. Përmes kabllos crossover ndërlidhen paisjet e njëjta siq
janë Pc –Pc, Switch-Switch, Hub – Hub, ndërsa perms asaj straight-throught ndërlidhen
paisjet e ndryshme siq është Pc-Switch, Pc-Hub. [9]
Kabllo me çiftore STP – janë kabllo me çiftore të përdredhura sikur kabllot UTP, por çdo
çiftore mbështjellet me mbrojtës, e më pas nga jashtë edhe me mbështjellës nga bakri, andaj
edhe janë dukshëm më rezistent ndaj interferencave se sa kabllot UTP. [6]
Kabllo me çiftore FTP – janë kabllo shumë të ngjashëm me STP-të, por kanë një
mbështjellës në formë të folisë e jo edhe mbrojtje përreth çdo çiftoreje. [6]
Kabllot optike – transmetojnë të dhënat në formë të pulseve të dritës. Janë shumë të
besueshëm dhe mundësojnë transmetim më të shpejtë se kabllot tjerë. Shpejtësitë e
transmetimit shkojnë deri në 1 Gb/s. Karakteristikë e tij është se në vend të përçuesëve të
bakrit, përbëhet prej përçuesëve të qelqit të cilin e bën shumë më efikas si në shpejtësi të
transmetimit të paketave ashtu edhe në mundësinë e transmetimit të paketave në distanca
shumë të mëdha se sa mediumet tjera. [5]
Gjatësia e transmetimit shkon deri në 2000 metra tek kabllot e tipit multimode dhe deri në
3000 metra tek kabllot e tipit singlemode. Është i preferueshëm që të përdoret, kur kemi të
bëjmë lidhjen e nyjeve në distanca të mëdha, ndërsa bën që të përdoret edhe për lidhje të
nyjeve në distanca të vogla, megjithatë në treg kushton më shtrenjtë se sa mediumet tjera.
Gjatë terminimit të këtij kablli duhet pasur kujdes se është shumë i ndieshëm dhe se një
thyerje e këtij kablli nën një kënd më të madh se saduhet, mund të shkaktojë të mos jetë
jofunskional. [5]
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Valët elektromagnetike -Sinjalet Radifonike (Wireless Signals) janë valë elektromagnetike.
Edhe valët elektromagnetike konsiderohen një lloj mediumi i cili bën të mundur
transmetimin e të dhënave nëpërmjet vakuumit të hapësirës së jashtme dhe ajrit. Meqë, për
këtë lloj mediumi nuk nevojitet kurrëfarë mediumi fizikë, atë e bën shumë të përshtatshëm
dhe të gjithëanëshëm në komunikim në distanca të mëdha. [4]
3.4. Konektor
Varësisht nga kabllo që përdoret, aplikohen edhe konektorët përkatës – bashkuese për
lidhje në kartelën e rrjetës ose në kabllo tjetër. Konektorët "BNC" përdoren te kabllot
koaksiale, ndërsa mund të jenë në formë të shkronjës "T". Konektorët e kabllove UTP i
hasim me emërtimin RJ-45, ndërsa konektorët e thjeshtë telefonik njifen me emrin RJ-11.
Konektorët që përdoren për fibra optike janë dy tipe: konektorët ST për rrjetat 10-megabitë
dhe konektorët SC për rrjetat 100-megabitë. [6]
3.5. Repeater
Regjeneratori vendoset në vendin ku sinjali deri aty arrin të vije në gjendje normale, por
duhet të rigjenerohet ashtu që të mund ta vazhdoj rrugëtimin e tij më tej në segmentet tjerë
të rrjetit. Regjeneratorët nuk munden asgjë të shndërrojnë dhe të filtrojnë. Për të punuar
regjeneratori, të dy segmentet që i lidh duhen të kenë qasje të njëjtë në medium. Termi
repiter tradicionalisht nënkuptonte një port të vetëm “në” dhe një port të vetëm “jashtë”
paisjes. Pothuajse të gjithë repiterët rë rrjetë sot paraqesin paisje shumëportëshe, të njohura
si hub. Repiterët klasifikohen si paisje të nivelit të parë në OSI modelin, sepse ata veprojnë
vetëm në nivel të bitëve dhe nuk interesohen për informacione të tjera. [12]
3.6. Hubi
Hub-ët janë pajisje të thjeshta të cilat lidhin një grup të shfrytëzuesve. Hub-ët përcjellin të
gjitha paketat (duke përfshirë edhe e-mail-ët, dokumentet tekstuale, grafiqet, kërkesat për
printim, etj. , që vinë tek ai. Më së shpeshti përdoren në topologjinë ylli. Kur të dhënat
dërgohen tek një kompjuter, atëherë hub-i ua përcjellë të gjithë kompjuterëve në rrjetë ato
të dhëna. [3]
Mirëpo, ato të dhëna pranohen vetëm nga një kompjuter në bazë të adresës destinuese që
gjenden në të dhënat e dërguara. Besueshmëria (siguria) e rrjetës rritet duke i lejuar
ndonjërit nga kabllot të bie (dështojë) pa penguar rrjetën në tërësi. Hub-ët konsiderohen si
paisje të nivelit të parë sepse ata gjenerojnë sinjalet dhe i trasmetojnë në të gjitha portet
(komunikimet e rrjetës) përveq për portën ku është pranuar sinjali. [3]
Ekzistojnë klasifikime të ndryshme për hub-ët në rrjetë. Klasifikimi i parë është hub aktiv
dhe pasiv. Shumica e hub-ëve modern janë aktiv, ata pranojnë energji nga furnizuesi për të
rigjeneruar sinjalet e rrjetës. Një klasifikim tjetër i hubëve është intelegjent ose dumb.
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Hub-ët intelegjentë kanë porte konzolle (console), që nënkupton që ato mund të
programohen për të menaxhuar trafikun. [3]
3.7. Switchi
Switch-ët janë më të "mençur" se hub-ët dhe i ofrojnë më shumë mundësi shfrytëzuesve
dhe grupeve të shfrytëzuesve. Switch-i përcjell paketat e të dhënave vetëm në portin
përkatës për marrësin përgjegjës, që është bazuar në informacionet të cilat gjenden në
kokën (header) e paketës. Kur shfrytëzuesi i dërgon të dhëna shfrytëzuesit tjetër, të dhënat
që arrin te switch-i drejtpërdrejt i përcillet kompjuterit destinues (pasi që e dërgon përmes
MAC adresës tek destinacioni i dëshiruar). Për shkak të vendimeve që marrin switch-ët,
ato e bëjnë LAN-in shumë më efikas. Ato e bëjnë duke transferuar të dhënat vetëm jashtë
portës në të cilën është lidhur konferencieri (nyja) adekuate.Switch-ët kanë shumë porte të
ndërlidhjes, meqë pjesë të funksioneve të tyre bazohen në koncentrimin e lidhshmërisë ( të
lejuarit e shumë paisjeve të lidhen me një portë të rrjetës). [1]
Dallimi në mes hub-it dhe switch-it është në atë çka ndodh në brendi të paisjes. Qëllimi i
switch-it është të koncentrojë lidhshmërinë, gjatë bërjes së të dhënave për transmetim më
efikas. Tani, për switch-in mendojmë si diçkaqë është në gjendje të kombinojë
lidhshmërinë e hub-it me rregullimin e trafikut të një ure në secilin port. Ai i lidh kornizat
nga portet hyrëse (interfaces) për tek ato dalëse, gjersa secilit port i ofron bandwidth të
plotë ( shpejtësia e transmetimit të të dhënave me mediumin e rrjetës). [1]
3.8. Bridge
Ura shumë i ngjanë regjeneratorit sepse bashkon segmente dhe grupe punuese, por
përparësitë e urës janë në atë se mund të ndajë rrjetin për të izoluar komunikacionin apo të
ndajë problemin. Për këtë arsye mund të themi se urat janë inteligjente sepse mund ta
mësojnë ku ti përcjellin të dhënat. Urat janë shumë të dobishme edhe për zgjerimin e rrjetit
ashtu që në rrjetat e mëdha shpesh përdoren për ti lidhur segmentet e largëta me linjat
telefonike. Për lidhjen e dy segmenteve mjafton vetëm një urë. Shtrohet pyetja se si ura
(bridge) din se cili trafik është lokal e cili nuk është. [2]
Përgjigja është e njejtë me atë të shërbimeve postare kur pyeten se cila letër është lokale. Ai
shiqon në adresat lokale. Çdo paisje e rrjetës ka adresv unike MAC në NIC, bridge (ura)
mbajnë shënimet e “gjurmvve” ku MAC adresat janë në njërën anë të bridge si dhe marrin
vendime në bazë të listës së MAC Adresës. [2]
3.9. Routeri
Në mjedise që përbëhen nga segmente të rrjetit me protokolle të ndryshme, hub-ët, urat apo
switch-ët nuk mund të sigurojnë komunikim të shpejtë, andaj në këto rrjeta përdoren
pajisjet që i njohin adresat e të gjitha segmenteve dhe gjejnë rrugën më të volitshme për
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bartjen e të dhënave. Këto pajisje quhen ruterë. Ruterët kanë funksion të urave siç janë
filtrimi dhe izolimi i komunikacionit si dhe lidhja e segmenteve të rrjetit. [4]
Ruterët zakonisht përdoren në rrjetat më komplekese sepse ofrojnë menaxhim më besnik të
rrjedhës së të dhënave rreth orientimit, me këtë anashkalohen lidhjet e ngadalshme dhe
lidhjet që nuk punojnë si duhet. Ruterët kanë aftësi të filtrimit, ashtu që të dhënave të
dëmtuara dhe të humbura nuk do të ju lejohet kalimi në rrjetë sepse lexojnë vetëm të dhënat
e adresave. Me këtë zvogëlohet edhe ngarkesa e rrjetit. [4]
Ekzistojnë dy lloje ruterësh: ruterët statik, tek të cilët administratori manualisht duhet ta
rregulloj dhe konfiguroj tabelën e ruterëve për orientim ashtu që të definoj çdo rrugëtim dhe
është mjaft komplekse, si dhe ruterët dinamik, të cilët në mënyrë automatike zbulojnë
rrugëtimet dhe shqyrtojnë të dhënat nga ruterët tjerë. Ata njëherësh për çdo paketë
individualisht vendosin se si do të dërgohet nëpër rrjetë. [4]
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4. RRJETET KOMPJUTERIKE
Definicione të ndryshme mund të përdoren për të sqaruar nocionin e rrjetës kompjuterike,
por në parim thënë më fjalë tjera me rrjetë kompjuterike nënkuptojmë lidhjen e dy apo më
shumë kompjuterëve ndërmjet veti të cilët mund të komunikojnë në mes veti. Rrjeti
kompjuterik mundëson komunikimin midis shfrytëzuesve të sistemit apo sistemeve
informative. Kompjuterët e lidhur në rrjetën kompjuterike funksionojnë në mënyrën unike
sipas standardave të përcaktuara komunikuese çka do të thotë se “flasin gjuhën e njejtë”.
Në figurën e mëposhtme (Fig. 4-1) ësht paraqitur një shembull i rrjeteve të ndryshme. [4]

Fig. 4-1. Shembuj të rrjetave. [4]

Mënyrat e lidhjes së rrjetave kompjuterike:
•
•
•

Lidhja Fizike (Wired Network)
Lidhja pa tela (Wireless Network)
Lidhja e kombinuar (Mixed Wired & Wireless Networks) [3]
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4.1. Llojet e rrjeteve kompjuterike
Në industri ekzistojnë shumë lloje të ndryshme të rrjeteve standardet e të cilave janë
definuar prej udhëheqësve të organizatave si IEEE (Institute for Electronic and Eletrical
Enginieers). [7]
Rrjetat kryesisht kategorizohen sipas madhësisë së tyre:
Peer-to-Peer – është një model transferimi nga një kompjuter në një tjetër i të dhënash
midis dy përdoruesve të rrjetit. [1]
Personal Area Network – një PAN është një rrjet kompjuterik i cili ndërlidh mekanizma
kompjuterikë (kompjutera, telefonë, etj) të cilët janë në afërsi të një personi. [6]
Campus Area Network – rrjetë lokale e ndërlidhur me kabllo me ndërtesën aneks. [6]
Wireless – rrjetë pa tela. [14]
Metropolitan Area Network – rrjetë e qytetit. [15]
Virtual Local Area Network – rrjetë lokale virtuale. [13]
Interneti – është sistem global i rrjetave të ndërlidhura kompjuterike të cilat bëjnë
shkëmbimin e të dhënave duke përdorur grupet e standardizuara të protokolleve për
shkëmbimin elektronik të të dhënave dhe informatave. Interneti është rrjet masiv që
përbëhet nga rrjetet tjera, pra një infrastrukturë e rrjeteve kompjuterike. Ai lidh miliona
kompjuterë nga gjithë globi duke formuar një rrjet të tillë ku secili kompjuter mund të
komunikojë me kompjuterin tjetër kudo në botë, me kusht që të dy të janë të lidhur në
internet. [12]
LAN ( Local Area Network) - një rrjetë kompjuterike me dy ose më shumë kompjuterë të
lidhur për të komunikuar ndërmjet veti në hapësira të vogla gjeografike, siç janë një
ndërtesë, disa kate të një ndërtese quhet rrjetë i zonave lokale (Local Area Network).
Përparësi e rrjetit LAN është se të gjitha elementet e rrjetit janë afër njëra tjetrës kështu që
lidhjet e komunikimit ndërtojnë një shpejtësi më të madhe për transmetimin e të dhënave.
Gjithashtu, edhe afërsia e elementeve të komunikimit mund të shfrytëzohet për të ofruar
shërbime më të mira si dhe besueshmëri më të lartë. Ilustrimi i rrjetit LAN shihet në figurën
(Fig. 4-2). [1]
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Fig. 4-2. Rrjeti LAN. [10]

Komponentët e nevojshme për rrjetën lokale (LAN) janë:
•
•
•
•
•
•

Kompjuterët me kartelat e instaluara të rrjetit,
Serveri,
Hub-i,
Kabllot për lidhje,
Sistemet operative që e përkrahin punën e rrjetit,
Modemi për kyçje në Internet. [11]

WAN (Wide Area Network) – rrjeti për zona më të zgjeruara nënkupton rrjetet të cilat
mbulojnë një hapësirë të madhe gjeografike dhe përdorin komunikimin me qelija për tu
lidhur me nyjet tjera të rrjetit. Faktori kryesor që ndikon në dizajnimin dhe përformancën e
rrjeteve WAN është kërkesa për komunikim ndërmjet qelive nga kompanitë telefonike ose
ofrues të tjerë. Rrjetin WAN gjithashtu konsiderohet si nje rrjet i madh i telekomunikimit i
cili në vete përmban një grup të rrjeteve lokale LAN dhe rrjeteve të tjera. Llogaritet se
rrjetet WAN përdoren për të ndërlidhur qytetet dhe shtetet. Shumë rrjete WAN janë të
ndërtuara për një organizatë të vetme dhe janë private.Të tjerat janë të ndërtuara nga
Ofruesit e Shërbimeve të Internetit (ISP). Ilustrimi i rrjetit WAN në figurën (Fig. 4-3).
[10]
Për lidhje të lokacioneve të largëta (WAN) nevojiten:
• Kompjuterët me kartelat e instaluara të rrjetit.
• Serverët,
• Hub-ët,
• Switch-ët,
• Ruterë në çdo lokacion për rrjetë WAN,
• Kabllot për lidhje,
• Shërbimet e WAN-it,
• Radio kartelat dhe antenat për lidhje në Internet,
• Sistemet operative që e përkrahin punën e rrjetit. [9]
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Fig. 4-3. Rrjeti WAN. [10]
4.2. Teknologjia e rrjetës
Ethernet – Një nga teknologjitë kryesore të LAN-it, udhëheq numrin më të madh të LANëve . [8]
Token Ring – nga IBM, përcolli Ethernet-in dhe tani është në përdorim të gjerë nga një
numër i gjerë i rrjetave të IBM-it. [8]
FDDI – gjithashtu duke përdorur “tokens”, tash është një LAN i njohur. [8]
Standardet për Ethernet IEEE LAN:
•
•
•

10 Base-2 (thin Ethernet) – lejon segmente të rrjetës të kabllove koaksiale deri në
185m të gjatë.
10 Base-5 (thick Ethernet) – lejon segmente të rrjetës të kabllove koaksiale deri në
500m të gjatë.
10Base-T - lejon korniza të Ethernetit në tela me çifte të dredhura. [8]

Etherneti dhe data link 802, përgatisin të dhëna për transportin përgjatë lidhjes fizike që
bashkon dy paisje. Për shembull, tri paisje mund të lidhen drejtëpërdrejtë me njëra tjetrën
përgjatë Ethernet LAN. Qëllimi i këitj indikatori është të tregojë pjesët “dëgjuese” dhe
transmetuese të CSM/CD. Konferencieri ndëgjon pë “qetësi” në LAN (CS, Carrier Sense).
Secili konferencier (Every-host) në LAN është i lirë të transmetojë kur dëgjon “silence”
(MA, Multiple Access – qasje e shumëfishtë). [8]
Një nyje e transmetimit udhëton në tërë rrjetën dhe pranohet si dhe ekzaminohet nga çdo
nyje. Kur stacioni dëshiron të transmetoj sinjalin, ai kontrollon rrjetën për të përcaktuar
nëse ndonjë stacion tjetër është duke transmetuar. Nëse rrjeta nuk është duke u përdorur,
stacioni vazhdon me transmetimin. Gjatë dërgimit të sinjalit, stacioni monitoron rrjetën për
të siguruar se asnjë stacion tjetër nuk është duke transmetuar në atë kohë. [8]
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4.3. Topologjia e rrjeteve
Nocioni i topologjisë së rrjetave i referohet rregullimit fizik të kompjuterëve, kabllove dhe
komponentëve tjera në rrjetë. Topologjia është term klasik e cila nënkupton rregullimin
themelor të rrjetit, e përveç termit topologji përdoren edhe:
•
•
•
•

Rregullimi fizik,
Projekti,
Diagrami,
Modeli. [5]

Mundësitë e rrjetit të cilët i përdorim varen nga topologjia, e gjithashtu edhe nga:
•
•
•
•

Llojet e pajisjeve të nevojshme për rrjetin,
Mundësitë e pajisjeve,
Zhvillimi i rrjetit,
Mënyra e menaxhimit të rrjetit. [5]

Topologjia e rrjetit nënkupton një varg të kushteve, prej saj varet p.sh. jo vetëm lloji i
kabllove që do të përdoret por edhe mënyra e shtrirjes nëpër dysheme, murë apo
tavan. Nga topologjia varet se si kompjuterët komunikojnë ndërmjet vete në rrjetë,
topologji të ndryshme kërkojnë metoda të ndryshme të komunikimit, ndërsa metoda e
komunikimit ka ndikim të madh në rrjetë. Topologjia definon strukturën e rrjetës. [5]
Ekzistojnë dy pjesë të definimit të topologjisë: topologjia fizike që paraqet nivelin e
tanishëm të telit (media) dhe topologjia logjike, që definon rrjedhjen e të dhënave nëpër
rrjetë. Topologjitë fizike që më së shpeshti përdoren janë: magjistralja, rrethi apo unaza,
ylli, ylli i zgjeruar, hierarkalja dhe topologjia e përzier. [5]
Topologjia magjistrale (bus) – nyjet e veçanta janë të lidhura për një bosht. Të gjithë
kompjuterët (të njohur si hosts nga gj. angleze) në të lidhen në mënyrë të drejtëpërdrejtë.
Ilustrimi i topologjisë magjistrale (bus), shihet në figurën (Fig. 4-4). [4]

Fig. 4-4. Topologjia magjistrale (bus). [4]
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Topologjia e rrethit (e unazës) – fillimi i njërit host lidhet me fundit e hostit tjeter dhe
kështu vazhdon deri në krijimin e një rrethi të plotë. Kjo krijon një unazë fizike të kabllës,
siq është paraqitur në figurën (Fig. 4-5). [4]

Fig. 4-5. Topologjia unazore. [4]
Topoligjia e yllit (star) - lidh të gjithë nyjet në një pikë qëndrore, e cila zakonisht është një
hub ose switch,siq është paraqitur në figurën (Fig. 4-6). [4]

Fig. 4-6. Topologjia Yll. [4]
Topologjia e yllit të zgjeruar – lidh yjet individuale së bashku duke i lidhur hub-ët/switchët. Kjo zgjatë gjatësinë dhe madhësinë e rrjetës, siq shihet në figurën e mëposhtme (Fig.
4-7). [4]

Fig. 4-7. Topologjia yll i zgjeruar. [4]
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Topologjia hierarkale – është e krijuar ngjashëm si ajo e yllit të zgjeruar. Në vend se të
lidhen së bashku hub-ët/switch-ët, sistemi është i lidhur me kompjuter. Kompjuteri
kontrollon trafikun në topologji. Ilustrimi i topologjisë hierarkale shihet në figurën e
mëposhtme (Fig. 4-8). [4]

Fig. 4-8. Topologjia hierarkale. [4]
Topologjia e përzier – përdoret kur nuk ka absolutisht ndërprerje në komunikime. Sistemet
kontrolluese të termocentraleve nukleare janë një shembull i këtij lloji të topologjisë. Me
anë të kësaj topologjie, secili konferencierë (host) është i lidhur me të gjithë të tjerët. Kjo
gjithashtu reflekton dizajnin e Internetit, që ka shumë rrugë për secilin nga lokacionet. Në
figurën (Fig. 4-9) është ilustruar topologjia e përzier. [4]

Fig. 4-9. Topologjia e përzier. [4]
Në figurën (Fig. 4-10) tregohet se si topologjia fizike përshkruan planin për rrjetëzim
(shtrirje të kabllove) dhe paisje fizike. [7]

Fig. 4-10. Topologjia fizike. [7]
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Topologjia Logjike e rrjetës është se si konferencierët (host) komunikojnë nëpër medium.
Dy llojet më të shpeshta të topologjisë logjike janë “broadcast dhe token passing”.
Topologjia logjike gjithashtu definon rrugët që informacioni i kalon nëpër rrjetë. Për
shembull, të gjithë format e Ethernet përdorin magjistralen logjike (logical bus), edhe kur
rrjeta është fizikisht e lidhur me tela në formë të yllit ose yllit të zgjeruar. Rrjetat Token
Ring përdorin unazën logjike, për shkak se informacionet rrjedhin nga një host tek tjetri në
mënyrë të papërcaktuar, por në shumicën e rasteve ato përdorin topologjinë e yllit fizik
(physical star). [7]
Topologjia broadcast thjeshtë nënkupton se secili konferencierë (host) dërgon të dhënat e tij
tek të gjithë konferencierët (hosts) në mediumin e rrjetës. Nuk ka rregull që stacionet e
zbatojnë për të përdorur rrjetën, vlen i pari që vjen i pari shërbehet. Kjo është mënyra e
funksionimit të Ethernet-it. [7]
Lloji i dytë është token passing. Token-passing kontrollon qasjen në rrjetë duke lënë shenja
elektronike në varg për secilin konferencierë (host). Kur host pranon këtë shenjë, kjo
nënkupton se host mund të dërgojë të dhëna në rrjetë. Nëse konferencieri (hosti) nuk ka për
të dërguar të dhëna, ai e kalon këtë shenjë tek konferencieri (host) tjetër dhe procesi
vazhdon të përsëritet.[7]
Topologjia logjike e paraqitur në figurën (Fig. 4-11) përdoret për të mësuar si rrjedh
informacioni nëpër rrjetë për të përcaktuar se kur mund të ngjajnë përplasjet (ndeshjet).

Fig. 4-11. Topologjia logjike. [7]
Një rrjetë mund të ketë një lloj të topologjisë fizike dhe tërësisht lloj tjetër të topologjisë
logjike. Për shembull, Ethernet 10BASE-T përdor topologjinë fizike të tipit ylli i zgjeruar,
por vepron duke përdorur topologjinë logjike të tipit magjistrale (bus). Token Ring përdor
yllin fizik (physical star) dhe unazën logjike (logical ring). [7]
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5. MODELET E STUDIMIT TË RRJETËS (OSI DHE TCP/IP
MODELI)
Modeli OSI (Open System Interconnection) është një model 7 shtresor i cili është zhvilluar
nga Organizata Ndërkombëtare për Standarde (ISO) në kohën kur i gjithë komunikimi
ndërmjet protokolëve ka qenë pothuajse i pamundur. Zhvillimi i rrjeteve ka shkuar shumë
larg dhe është avancuar mirëpo, modeli OSI ka mbetur ende si përcaktues i rregullave për të
bërë të mundur komunikimin. [2]
Qëllimi i modelit OSI ka qenë që t’i mundësojë çfarëdo paisjeje apo sistemi të pajisur me
cilin do protokoll të komunikoj me pajisjen tjetër e cila përdor protokollin e vet. Kjo ka
berë të mundur që të largohen detyrimet për shfrytëzuesit që të përdorin protokollin,
softuerin dhe sistemin e caktuar. Përmes kësaj mënyre të komunikimit është tentuar që
funksionet e caktuara të komunikimit të grupohen në shtresa logjike, ku njëra shtresa i
ndihmon shtresës tjetër dhe kështu me radhë. [2]
5.1. OSI Modeli
Modeli OSI përmban 7 shtresa të cilat janë:
Shtresa e aplikacionit
Shtresa e aplikacionit e modelit OSI është shtresa më e afërt më shfrytëzuesin. Kjo shtresë
ofron shërbime në programet aplikative jashtë qëllimit dhe punës të modelit OSI.
Funksionet kryesore të kësaj shtrese janë:
•
•
•

Identifikimi dhe vendosja e komunikimit aplikativ,
Sinkronizim i aplikacioneve të dërguesit dhe pranuesit,
Ndërtim i lidhjes në bazë të procedurave për përmirësimin e gabimeve dhe
kontrollin e integritetit të të dhënave. Verifikim i resurseve të mjaftueshme për
komunikimin ekzistues. [2]

Pajisjet dhe mjetet kryesore që përdoren në këtë shtresë janë: shfletuesit, makinat kërkuese,
programet për kontrollimin e e-maileve, programet për biseda dhe lajmet grupore,
shërbimet e transaksioneve, audio/video konferencat, Telnet. [2]
Shtresa e prezentacionit
Shtresa e prezentacionit përveq që rregullon formatin dhe prezantimin e të dhenave për
përdoruesin aktual, gjithashtu rregullon edhe strukturën e të dhënave që përdoren nga
programet e ndryshme aplikative. Kështu që, kjo shtresë negocion sintaksën e transferimit
të të dhënave për shtresën e aplikacionit. [3]

16

Shtresa e sesionit
Funksioni kryesor i kësaj shtrese në modelin OSI është që të kontrollojë “sesionet”, të cilat
janë lidhje logjike ndërmjet pajisjeve të rrjetit. Sesioni nënkupton një dialog ose bisedë për
komunikimin e të dhënave ndërmjet dy elementeve në rrjetë. Disa nga protokollet dhe
ndërmjetësuesit (Interface) që përdoren në shtresën e Sesionit janë: Network File System,
X-Windows System, Remote Procedure Call, NetBIOS Names, AppleTalk Session
Protokol, Digital Network Architecture. [7]
Shtresa e transportit
Shtresa e transportit ofron dërgimin e të dhënave të cilat përfshijnë shtresat e sipërme
përmes të cilit edhe implementohet siguria për dërgimin e besueshëm të të dhënave.
Shtresa e Transportit ofron mekanizmin për:
•
•
•
•
•

Multipleksimin e aplikacioneve në shtresat e mësipërme,
Krijimi, mirëmbajtjen dhe ndërprerjen e qarqeve virtuale,
Kontrollimin e rrjedhjes së informacioneve,
Detektimin e dështimeve në transport dhe rregullimin e tyre,
TCP, UDP. [7]

Shtresa e rrjetit
Kjo shtresë dërgon paketat nga rrjeti burimor në rrjetin destinues. Në rrjetet e zonave më të
zgjeruara dhe me një distancë më të madhe ato mund të ndahen në dy sisteme të fundit të
cilat do të komunikojnë. Ndërmjet dy sistemeve të fundit të dhënat mund të kalojnë
nëpërmjet një serie të nyjeve të shpërndara. Këto nyje normalisht janë ruterët. Ruterët janë
stacione të veçanta në një rrjet, të cilët marrin vendime komplekse të rutimit. Shtresa e
rrjetit është domeni kryesor i rutimit. Pajisjet: IP, ruterët, protokolet e rutimit. [4]
Shtresa e data-link
Kjo shtresë është përgjegjëse për ofrimin e besueshëm të kalimit të të dhënave nëpërmjet
lidhjes fizike. Shtresa e data-link-ut është e varur përmes: adresimit fizik, bridget, bridget
transparent dhe switch-ët e shtresës së dytë, topologjitë e rrjeteve, lajmërimi i gabimeve,
dërgimi me rregull i frejmëve, kontrolli i rrjedhjes, frame relay, Token Ring.
Shtresa data-link është e ndarë në dy nën shtresa, të cilat janës:
•
•

Nën-shtresa e kontrollit të lidhjes logjike (Logical Link Control – LLC),
Nën-shtresa e kontrollit të qasjes në medium (Media Access Control – MAC). [8]
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Shtresa fizike
Shtresa fizike ka të bëjë me ndërlidhjen (interface-in) për transmetim në medium. Në
shtresën fizike, të dhënat transmetohen në medium (kablli koaksial apo fibër optik) si
rrjedhë e bitave. Karakteristikat që përcaktojnë këtë shtresë fizike përfshijnë: tensionin,
kohën e tensionit të ndryshueshëm, normat e të dhënave fizike, distancat maksimale të
transmetimit, lidhjet fizike. [4]
5.2. Protokolet
Për të komunikuar kompjuterët në rrjetë, duhet në mënyrë precize ti përmbahen sekuencës
së nevojshme të hapave të caktuar ashtu që komunikimi të jetë i suksesshëm. Me këtë
qëllim kompani të ndryshme kanë krijuar „protokolle“, pra bashkësi të rregullave që do të
përdoren ashtu që puna në rrjetë të jetë e suksesshme. Protokollet që funksionojnë në rrjetë
ju mundësojnë kompjuterëve këmbim të të dhënave dhe e mbajnë në tërësi transmetimin e
të dhënave, përkatësisht caktojnë mënyrën se si realizohet komunikimi ndërmjet
kompjuterëve. [11]
Ekzistojnë tipe të ndryshme të protokolleve, si TCP/IP, TELNET, FTP, HTTP, SMTP, të
cilët janë të definuar për kryerjen e shërbimeve të ndryshme të shfrytëzuesve në
rrjet. Softueri që mundëson funksionimin normal të Internetit përbëhet nga dy komponente
(TCP dhe IP) të cilat sipas standardeve ndërkombëtare quhen TCP/IP, ku TCP ka për detyrë
organizimin dhe shpërndarjen e të dhënave në paketë të cilat duhet të dërgohen, kurse IP ka
për detyrë bartjen e tyre nëpër rrjetë që në terminologjinë kompjuterike quhet rutim
(routing). [11]
5.3. Modeli TCP/IP
Departamenti i mbrojtjes i Shteteve të Bashkuara të Amerikës krijoi modelin referues
TCP/IP për shkak se dëshironte një rrjetë që mund të mbijetojë në çfarëdo kushte, përfshirë
edhe luftën nukleare. [1]
Model TCP/IP ka katër shtresa (nivele):
Shtresa e aplikacionit
Dizajnerët e TCP/IP kuptuan që protokolet e niveleve të larta duhet të përfshijnë detale për
nivelin e aplikimit dhe të prezentimit. Ata e krijuan një nivel të aplikimit që merret me
protokolet e niveleve të larta, çështjet e përfaqësimit, dekodimin dhe kontrollën e dialogut.
TCP/IP kombinon të gjitha çështjet që kanë të bëjnë me aplikimin në një nivel dhe
sigurojnë që këto të dhëna të jenë të paketuara si duhet për në nivelin tjetër. [2]
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Shtresa e transportit
Niveli i transportit merret me cilësinë e shërbimeve të sigurisë, kontrollës së rrjedhjeve dhe
korrektimit të gabimit. Një nga protokolet e tij, protokoli për kontrollë të transmetimit
(transmission control protocol-TCP), ofron mundësi të shkëlqyeshme dhe fleksibile për të
krijuar komunikim të besueshëm, rrjedhje të mirë informatash dhe gabime të vogla në
rrjetë. [2]
Shtresa e Internetit
Qëllimi i nivelit të Internetit është të dërgojë pakot nga burimi në ndër-rrjetë (internetwork)
dhe të bëjë ato të arrijnë në destinacion pavarësisht nga rruga dhe rrjeta që ata zgjedhin.
Protokoli specifik që udhëheq me këtë nivel quhet protokoli i Internetit në këtë nivel. [4]
Shtresa e rrjetit
Njihet edhe si niveli konferencier në rrjetë (host-to-network). Është niveli që merret me të
gjitha çështjet që i kërkon një IP adresë për të bërë lidhjen fizike. Përfshinë detalet e
teknologjisë së LAN dhe WAN dhe të gjitha detalet në nivelin fizik OSI dhe atë të lidhjes
së shënimeve (data link). [2]
5.4. Krahasimi i modelit OSI dhe modelit TCP/IP
Ngjashmëritë
Që të dy modelet posedojnë nivele të aplikimit ndonëse ato kryejnë shërbime të ndryshme,
Që të dy modelet posedojnë nivele transporti të krahasueshëm dhe nivele të rrjetës,
Profesionistët e rrjetave duhet që t’i dijnë që të dy modelet. [3]
Dallimet
•
•
•
•
•

TCP/IP kombinon nivelin e sesionit dhe të prezentimit në nivelin e aplikimit,
TCP/IP duket më i thjeshtë sepse ka më pak nivele por kjo është vetëm ide e gabuar,
Niveli OSI, me nivelet e tij më shumë në numër dhe më pak komplekse është më i
thjeshtë për t’u zhvilluar dhe për të zgjidhur probleme,
Protokolet TCP dhe IP janë standarde rreth të cilave është zhvilluar Interneti, kështu që
modeli TCP/IP fiton më shumë kredibilitet për shkak të protokoleve të tij,
Për dallim, rrjetat tipike nuk janë të ndërtuara në bazë të protokoleve të OSI modelit
edhe pse OSI modeli është shfrytëzuar si udhërrëfyes. [3]
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6. IP ADRESIMI
6.1. Shtresa e rrjetës
Në kuadër të OSI modelit, si shtresë e tretë është e njohur shtresa e rrjetës e cila ka për
detyrë të kontrollon rrjedhën në trafikun e shënimeve. Për dallim nga shtresa e dytë, këtu
kryhet adresimi logjik me qëllim të caktimit të rrugës (path determination) së pakos nga
burimi për në destinacion. Si paisje që bënë pjesë në shtresën e tretë është ruteri. [4]
6.2. IP adresa
Çdo IP adresë e verzionit 4 (IPv4) është e përbërë prej 32 bitëve. IP adresa është e
prezentuar si katër oktete të ndara me pike ndërmjet veti. Për shfrytëzim më të lehtë nga
ana e shfrytëzuesit, IP adresat në literaturë, por edhe në makinat llogaritëse shënohen me
anë të numrave decimal, në kuptimin që ato funksionojnë si adresa me 32 bit. IP adresat
janë të prezentuara me 4 numra decimal të ndara me pika dhe atë me numrat prej 0 deri në
numrin 255 (sepse numri binar prej 8 bitëve vlerën më të madhe në numër decimal mund të
ketë vlerën 255). [4]
IP adresa përbëhet prej dy komponenteve kryesore: fusha e rrjetës (Network ID) dhe fusha
e shfrytëzuesit të rrjetës (Host ID). Fusha e rrjetës identifikon rrjetën së cilës i është
shoqëruar ajo paisje dhe parametrat e saj janë të caktuar prej INIC (Internet Network
Information Center), përdeisa fusha e shfrytëzuesit të rrjetës caktohet nga administratori i
rrjetës dhe identifikon paisjen e caktuar në atë rrjetë. [6]
IP adresat ndahen në pesë klasë varësisht prej numrit të bitëve të rezervuar për pjesën
(fushën) e rrjetit dhe për fushën e shfrytëzuesit të rrjetës. Këto klasa janë:
•

Klasa A – përfshinë vetëm oktetin e parë (8 bitët e parë) të IP adresës nga fusha e rrjetit
dhe tri oktetet tjera i mbeten për shfrytëzim nga ana e Host ID-së. Karakteristikë e IP
adresave të kësaj klase është se biti i parë është gjithmonë 0. Rangu i adresave të
mundshme është prej 1.0.0.0 deri në 127.0.0.0. Pra, numri i adresave të mundshme nga
kjo klasë është 16,777,214. [7]

•

Klasa B – përfshinë dy oktetet e para (16 bitët e parë) të IP adresës nga fusha e rrjetit
dhe dy oktetet tjera i mbeten për shfrytëzim nga ana e Host ID-së. Karakteristikë e IP
adresave të kësaj klase është se dy bitët e parë janë gjithmonë 102. Rangu i adresave të
mundshme është prej 128.0.0.0 deri në 191.255.0.0 (duhet pasur parasysh se këta numra
janë të shprehur si numra decimal). Pra, numri i adresave të mundshme nga kjo klasë
është 65,534. [7]
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•

Klasa C – përfshinë tri oktetet e para (24 bitët e parë) të IP adresës nga fusha e rrjetit
dhe vetëm një oktet i mbetet për shfrytëzim nga ana e Host ID-së. Karakteristikë e IP
adresave të kësaj klase është se tre bitët e parë janë gjithmonë 1102. Rangu i adresave të
mundshme është prej 192.0.0.0 deri në 223.255.255.0 (duhet pasur parasysh se këta
numra janë të shprehur si numra decimal). Pra, numri i adresave të mundshme nga kjo
klasë është 254. [7]

•

Klasa D – është e rezervuar për përdorim Multicast. [7]

•

Klasa E – është e rezervuar për përdorim eksperimental. [7]
6.3. IP adresa publike dhe private
•

IP Adresat publike (njihen edhe si IP Adresa statike) blihen nga kompanitë dhe
përdoren në Internet të hapur, dmth janë të dukshme për të tjerët, që mund të kenë
qasje në kompjuterin tënd. [6]

•

IP Adresat private përdoren vetëm në rrjeta të mbrendshme (rrjeta private)
zakonisht LAN, nuk përdoren për tu lidhur direkt në Internet, dhe fillojnë kështu:
Për klasën A 10.0.0.0 - 10.255.255.255
Për klasën B 172.16.0.0 – 172.31.255.255
Për klasën C 192.168.0.0 – 192.168.255.255 [6]

6.4. Subnetimi
Nënrrjetat (Subnetworks) janë pjesë më të vogla të rrjetave. Adresa e nënrrjetës (subnetimi)
përfshin klasën A, klasën B, ose klasën C të pjesës së rrjetit (Network ID), plus edhe fushën
e nënrrjetës dhe fushën e shfrytëzuesit të rrjetës (Host ID).
Për të krijuar subnet adresën, administratori i rrjetit merr hua bitët nga hosti origjinal dhe i
shton ata si fushë e subnetimit. [7]
Adresat e subnetimit caktohen lokalisht – përbrenda LAN-it, zakonisht nga administratori i
rrjetit.Minimumi i bitëve që mund të merren hua është dy bit, kurse maksimumi i bitëve që
mund të merren hua varësisht prej klasëve të IP Adresës është:
Klasën A : 22 bit , 222 – 2 = 4.194.302 nënrrjeta.
Klasën B : 14 bit , 214 – 2 =
16.382 nënrrjeta.
Klasën C : 06 bit , 206 – 2 =
62 nënrrjeta. [7]
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7. METODOLOGJIA E HULUMTIMIT
Për realizimin e këtij punimi është përdorur metodologjia rast studimi. Kërkimi është
realizuar nëpërmjet instrumenteve si mëposhtë:
•
•

Shfletimi i literaturës.
Realizimi i rrjetit kompjuterik.

Shfletimi i literaturës
U shfrytëzua për të ofruar një pasqyrë për rrjetet kompjuterike , veqanërisht për rrjetet LAN
dhe WAN, dmth për të kuptuar më mirë se si funksionon , ku edhe është përdorur literaturë
e zgjeruar.

Realizimi i rrjetit kompjuterik (në Cisco Packet Tracer)
Është bërë analizimi i ndërtesave të ambulancës “Suhareka” për vendosjen e rrjetit
kompjuterik, dhe pastaj kam bërë dizajnimin dhe implementimin e rrjetit LAN dhe WAN
në simulatorin Cisco Packet Tracer.

22

8. PROJEKTI
Siç e kam cekur më lartë (në fillim të këtij punimi), unë kam zgjedhur ambulancën
“Suhareka”, që t’i vendos rrjetin kompjuterik CAN, ku edhe do të kenë çasje në serverin e
ministrisë së shëndetësisë. Këtë projekt do t’a realizoj në Cisco Packet Tracer.
Ky punim përbëhet nga këta nënkapituj:
1. Hyrje,
2. Analiza e ndërtesave të ambulancës,
3. Zhvillimi i rrjetit.
8.1. Hyrje
Në këtë punim do të prezantohet ndërtimi i një rrjeti kompjuterik të ambulancës
“Suhareka”. Kjo ambulancë ka dy ndërtesa njëkatëshe, rrjeti kompjuterik nevojitet në dy
ndërtesat, ku në Bllokun A ndodhen: drejtori, sekretari, zv.drejtori, server-room dhe
koridori, kurse në Bllokun B ndodhen: sporteli, mjeku 1, mjeku 2, mjeku 3, emergjenca,
server-room dhe koridori.
Në këtë rrjet do të përfshihen në Bllokun A:
1.
2.
3.
4.
5.

Drejtoria,
Sekretaria,
Zv.Drejtori,
Korridori,
Server-room.

kurse në Bllokun B :
1.
2.
3.
4.
5.
6.

Sporteli,
Mjeku 1,
Mjeku 2,
Mjeku 3,
Korridori,
Server-room.
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Për të realizuar këto lidhje, do të përdoren këto paisje:
1.
2.
3.
4.
5.
6.
7.
8.
9.
10.

3 Cisco 2811 Routera,
2 Linksys Routera,
2 Switch-a 2950T-24,
Modulin NM-1FE-FX ,
Modulin WIC-2T,
3 Servera ,
2 Network Printera,
9 Kompjuterë,
2 Laptop me Wi-fi,
Kabëll Fibër Optike, UTP, dhe Serial DCE.

8.2. Analiza e ndërtesave të ambulancës
Plani i dy ndërtesave të ambulancës ku shihen dhomat e lartëpërmendura, për të cilat do të
instalohet rrjeti, është shfaqur në figurën (Fig. 8-1).

Fig. 8-1. Plani i dy ndërtesave të Ambulancës.
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8.3. Zhvillimi i rrjetit
Kam përdorur 2 Routera, nga një për secilën ndërtesë që do të lidhen në mes vete me kabëll
fibër optike dhe UTP straight-through për subnetet për të lidhur switch-at dhe kompjuterët.
Dizajnimi i rrjetit për bllokun A dhe B, është paraqitur në figurën (Fig. 8-2).

Fig. 8-2. Dizajnimi i thjeshtë i rrjetit për bllokun A dhe B.

Pasi i kam lidhur fizikisht që i kam ilustruar më lartë, e kam bërë IP Adresimin, duke u
bazuar në planin e përgatitur e mëposhtme:
Kam zgjedhur rangun e Klasës C Private të IP Adresës : 192.168.x.x
1) Blloki A Network: 192.168.0.0 255.255.255.0
Router: BlokiA, Fa0/0, IP 192.168.0.254 Mask: 255.255.255.0
Mask: 255.255.255.0, Gateway: 192.168.0.254
2) Blloki B Network: 192.168.1.0 255.255.255.0
Router: BlokiB Fa0/0, IP 192.168.1.254 Mask: 255.255.255.0
Mask: 255.255.255.0, Gateway: 192.168.1.254
3) Routers-Link Network, lidhet me fiber optik: 192.168.3.0 255.255.255.0
BlokiA, Fa1/0, IP 192.168.3.254 Mask: 255.255.255.0
BlokiB, Fa1/0, IP 192.168.3.253 Mask: 255.255.255.0
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Në figurën e mëposhtme (Fig. 8-3) është paraqitur topologjia fizike e rrjetit, ku shihet
qartas paisjet e përdorura si dhe lidhjet mes tyre.

Fig. 8-3. Topologjia fizike
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Figura (Fig. 8-4) paraqet topologjinë logjike të rrjetit. Aty shihen lidhjet logjike si dhe IP
adresët e dedikuara për çdo paisje të rrjetit.

Fig. 8-4. Topologjia logjike
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Këtë projekt e kam implementuar edhe në Cisco Packet Tracer* që mund të testojmë
lidhjet, ti ping-ojmë dhe do të shohim se të gjitha janë funksionale. Në këtë rrjet kam
përdorur topologjinë e përzier (Mesh). Në fotografinë e mëposhtme (Fig. 8-5), është
paraqitur implementimi në Cisco Packet Tracer :

Fig. 8-5. Iplementimi në Cisco Packet Tracer

*Cisco Packet Tracer – është një program simulator për rrjeta kompjuterike.
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9. KONKLUZIONE
Tema që kam realizuar është një shembull shumë i mirë për ndërmarrjet e vogla dhe të
mesme (SME). Duke shtruar problemin dhe objektivat në fillim, mund të konkludojmë se
rrjeti që kemi vendosur në ambulancën “Suhareka”, kemi përfunduar me sukses instalimin
dhe konfigurimin e paisjeve kompjuterike, dhe gjithçka ishte me sukses pasi testuam (pinguam) të gjitha paisjet( host-ët) mund të komunikojnë mes vete, mund të printojnë, mund të
bëjnë shkëmbejnë të dhëna dhe mund të ruajnë të dhëna, në të dy objektet e ambulancës, si
dhe kanë çasje në Serverin e Ministrisë secili host.
Analiza e përgjithshme për paisjet që kemi përdorur në projektin tonë :
•

Tre Cisco 2811 Router-a. Dy router-a i kam quajtur BlokiA dhe BlokiB, ndërsa
njëri Router tjerë Router5 që është Routeri i Ministrisë së shëndetësisë. Cisco i ka
përshkurar Router-at 2800 si më të mirët dhe më idealët për SME.

•

Dy Cisco Linksys Router-a për çasje në Internet për të gjithë, mirëpo nuk kanë çasje
në rrjetin lokal dhe në serverin e Ministrisë.

•

Dy Switch-a 2950T-24, nga një për secilen ndërtesë dhe mjaftojnë për projektin tim.

•

Tre Servera, një web-server (Serveri i Ministrisë) , dhe dy për ruajtje të të dhënave.

•

Dy network Printer që do të shërbejnë për printim.

•

Kabëll fibër Optike për lidhje të dy routerave A dhe B, dhe UTP straight-through
për lidhjen e router-ave me switch, switch-it me PC, me network printer dhe me
server, si dhe lidhjen Serial Dce për lidhje të Routerave mes vete.

Kam vendosur NAT (Network Address Translation), për të caktuar adresat publike brenda
rrjetit privat, ku edhe përdorimi kryesor i NAT është që të limitoj numrin e IP adresave
publike që spitali t’i përdorë, për qëllime ekonomike dhe të sigurisë.
Poashtu kam bllokuar njërin host të BllokutB, që të mos ketë çasje në serverin e Ministrisë
së Shëndetësisë, mirëpo ka çasje në rrjetin e bllokut B dhe A.
Dy linksys router-at për çasje në Internet nga një për secilen ndërtesë, mirëpo nuk kanë
çasje në rrjetin privat dhe në serverin e Ministrisë së Shëndetësisë, dhe për shkaqe të
sigurisë i kam vendosur kodin WPA2-Pesonal dhe enkriptimin AES që deri më tani është i
pathyer, (password :12345678 për BllokunA dhe 123456789 për BllokunB).
Nëse dëshirojmë të zgjerojmë rrjetin në këtë objekt, psh. të vendosim IP Telephony, ku
telefonat lidhen në rrjet me UTP Kabëll, apo instalimi i kamerave në dy ndërtesat për siguri
që do i kontrollonte administratori i rrjetit, apo të zgjerojmë edhe rrjetin në nivel më të
gjerë me të gjitha ambulancat e Kosovës, këtë zgjerim mund ta bëjmë me rrjetin tonë pa
ndonjë problem.
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11. SHTESË
Të gjitha këto konfigurime janë bërë në simulatorin Cisco Packet Tracer:
11.1. Konfigurimet Bazike
Për Router A
Router>enable
Router#configure terminal
Router(config)#hostname BllokiA
BlokiA(config)#interface Fa0/0
BlokiA(config-if)#ip address 192.168.0.254 255.255.255.0
BlokiA(config-if)#no shutdown
BlokiA(config-if)#exit
BlokiA(config)#exit
BlokiA#copy run start
Destination filename [startup-config]?
Building configuration…
[OK]
BlokiA#configure terminal
BlokiA(config)#interface Fa1/0
BlokiA(config-if)#ip address 192.168.3.254 255.255.255.0
BlokiA(config-if)#no shutdown
BlokiA(config-if)#exit
BlokiA(config)#exit
BlokiA#copy run start
Destination filename [startup-config]?
Building configuration…
[OK]
BlokiA#
Për Router B
Router>enable
Router#configure terminal
Router(config)#hostname BllokiB
BlokiB(config)#interface Fa0/0
BlokiB(config-if)#ip address 192.168.1.254 255.255.255.0
BlokiB(config-if)#no shutdown
BlokiB(config-if)#exit
BlokiB(config)#exit
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BlokiB#
BlokiB#configure terminal
BlokiB(config)#interface Fa1/0
BlokiB(config-if)#ip address 192.168.3.254 255.255.255.0
BlokiB(config-if)#no shutdown
BlokiB(config-if)#exit
BlokiB(config)#exit
BlokiB#copy run start
Destination filename [startup-config]?
Building configuration…
[OK]
11.2. Konfigurimi RIP Version 2
RIP (Routing Information Procotol) – lejon routerët në mes vete të kenë qasje në çdo
moment në rrjetën topologjike, kështu që paketat mund të dërgohen (routing) pa problem
nga një subnet në tjetrin.
Për RouterA
BlokiA>enable
BlokiA#conf ter
Enter configuration commands, one per line. End with CNTL/Z.
BlokiA(config)#router rip
BlokiA(config-router)#version 2
BlokiA(config-router)#network 192.168.0.0
BlokiA(config-router)#network 192.168.3.0
BlokiA(config-router)#exit
BlokiA(config)#exit
BlokiA#
Për RouterB
BlokiB>enable
BlokiB#conf ter
Enter configuration commands, one per line. End with CNTL/Z.
BlokiB(config)#router rip
BlokiB(config-router)#version 2
BlokiB(config-router)#network 192.168.1.0
BlokiB (config-router)#network 192.168.3.0
BlokiB (config-router)#exit
BlokiB (config)#exit
BlokiB#copy run start
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11.3. Konfigurimi i DHCP Serverit
Për ti dhënë IP Adresa në mënyrë dinamike secilit Host, kam konfiguruar DHCP Severin në
të dy routerat, pasi që nuk kërkon ndonjë hardware shtesë, dhe i kursen ambulancës për
DHCP serverin e dedikuar.
Për Routerin A
BlokiA>enable
BlokiA#configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
BlokiA(config)#ip dhcp pool myLan
BlokiA(dhcp-config)#network 192.168.0.0 255.255.255.0
BlokiA(dhcp-config)#default-router 192.168.0.254
BlokiA(dhcp-config)#exit
BlokiA(config)#exit
Për routerin B
BlokiB>enable
BlokiB#configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
BlokiB(config)#ip dhcp pool myLan
BlokiB(dhcp-config)#network 192.168.1.0 255.255.255.0
BlokiB(dhcp-config)#default-router 192.168.1.254
BlokiB(dhcp-config)#exit
BlokiB(config)#exit
11.4. Të gjitha konfigurimet tjera
Për Router0
hostname BlokiA
ip dhcp pool myLan
network 192.168.0.0 255.255.255.0
default-router 192.168.0.254
!
spanning-tree mode pvst
!
interface FastEthernet0/0
ip address 192.168.0.254 255.255.255.0
ip nat inside
duplex auto
speed auto
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!
interface FastEthernet0/1
ip address 200.12.0.1 255.255.255.0
duplex auto
speed auto
!
interface Serial0/0/0
ip address 200.10.0.1 255.255.255.0
ip nat outside
clock rate 2000000
!
interface FastEthernet1/0
ip address 192.168.3.254 255.255.255.0
!
interface Vlan1
no ip address
shutdown
!
router rip
version 2
network 192.168.0.0
network 192.168.3.0
ip nat inside source list 1 interface Serial0/0/0 overload
ip classless
ip route 0.0.0.0 0.0.0.0 Serial0/0/0
!
access-list 1 permit 192.168.0.0 0.0.0.255.
Për Router1
hostname BlokiB
ip dhcp pool myLan
network 192.168.1.0 255.255.255.0
default-router 192.168.1.254
!
spanning-tree mode pvst
!
interface FastEthernet0/0
ip address 192.168.1.254 255.255.255.0
ip access-group 101 in
ip nat inside
duplex auto
speed auto
!
interface FastEthernet0/1
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ip address 200.13.0.1 255.255.255.0
duplex auto
speed auto
!
interface Serial0/0/1
ip address 200.11.0.1 255.255.255.0
ip nat outside
clock rate 2000000
!
interface FastEthernet1/0
ip address 192.168.3.253 255.255.255.0
!
interface Vlan1
no ip address
shutdown
!
router rip
version 2
network 192.168.1.0
network 192.168.3.0
!
ip nat inside source list 1 interface Serial0/0/1 overload
ip classless
ip route 0.0.0.0 0.0.0.0 Serial0/0/1
!
access-list 1 permit 192.168.1.0 0.0.0.255
access-list 101 deny ip host 192.168.1.7 200.11.0.0 0.0.0.255
access-list 101 permit ip any any
Për Router5
hostname Router
!
spanning-tree mode pvst
!
interface FastEthernet0/0
ip address 10.0.0.1 255.0.0.0
ip nat inside
duplex auto
speed auto
!
interface FastEthernet0/1
no ip address
duplex auto
speed auto
shutdown
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!
interface Serial0/0/0
ip address 200.10.0.2 255.255.255.0
ip nat outside
!
interface Serial0/0/1
ip address 200.11.0.2 255.255.255.0
ip nat outside
!
interface FastEthernet1/0
no ip address
shutdown
!
interface Vlan1
no ip address
shutdown
!
ip nat inside source static 10.0.0.254 200.10.0.2
ip nat inside source static 10.0.0.254 200.11.0.2
ip classless
ip route 0.0.0.0 0.0.0.0 Serial0/0/0
ip route 0.0.0.0 0.0.0.0 Serial0/0/1
Për Linksys Router-at , janë bërë këto konfigurime:
Në Bllokun A, kam vendosur këtë IP Adress 200.12.0.1 , dhe pastaj për të gjithë hostat tjerë
e marrin në mënyrë dinamike nga Linksys Routeri.
Në Bllokun B, kam vendosur këtë IP Adress 200.13.0.1 , dhe pastaj për të gjithë hostat tjerë
e marrin në mënyrë dinamike nga Linksys Routeri.
Access List – Filtrime
Filtrimi nga Hosti (Blloku B) në Hostin (Serveri i Ministrisë së Shëndetësisë)
BlokiB>enable
BlokiB#config t
Enter configuration commands, one per line. End with CNTL/Z.
BlokiB(config)#access-list 101 deny ip host 192.168.1.7 200.11.0.2 0.0.0.255
BlokiB(config)#access-list 101 permit ip any any
BlokiB(config)#interface fastethernet 0/0
BlokiB(config-if)#ip access-group 101 in
BlokiB(config-if)#exit
BlokiB(config)#exit
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