





































historia	 clínica	 compartida,	 poniendo	 el	 énfasis	 en	 los	 riesgos	 que	 para	 la	 privacidad	 de	 las	






















informática,	 según	 el	 artículo	 18.4	 CE,	 por	 lo	 que	 no	 es	 discutible	 que	 los	 ciudadanos	 tengan	











































Conviene	 analizar	 también	 la	 Ley	 21/2000	 del	 Parlament	 de	 Catalunya	 y	 la	 Ley	 básica	










centros	 sanitarios,	 así	 como	 el	 personal	 al	 servicio	 de	 la	 Administración	 sanitaria	 que	 ejerce	
funciones	de	inspección.	













2	 Véase	 en:	Disposición	 adicional	 de	 la	 Ley	 16/2010,	 del	 3	 de	 junio,	 de	modificación	 de	 la	 Ley	 21/2000,	 de	 29	 de	










(apartados	3	y	5),	 los	supuestos	de	cesión	de	datos	de	 la	historia	clínica	a	terceros	ajenos	a	 la	
asistencia	sanitaria	en	los	siguientes	términos:	
Artículo	16	
3.	El	acceso	a	 la	historia	clínica	 con	 fines	 judiciales,	epidemiológicos,	de	 salud	
pública,	de	 investigación	o	de	docencia,	 se	 rige	por	 lo	dispuesto	 en	 la	Ley	Orgánica	
15/1999,	de	Protección	de	Datos	de	Carácter	Personal,	y	en	la	Ley	14/1986,	General	de	
Sanidad,	y	demás	normas	de	aplicación	en	cada	caso.	El	acceso	a	la	historia	clínica	con	
estos	 fines	 obliga	 a	 preservar	 los	 datos	 de	 identificación	 personal	 del	 paciente,	
separados	 de	 los	 de	 carácter	 clínico‐asistencial,	 de	manera	 que	 como	 regla	 general	
quede	 asegurado	 el	 anonimato,	 salvo	 que	 el	 propio	 paciente	 haya	 dado	 su	
consentimiento	para	no	separarlos.	Se	exceptúan	 los	supuestos	de	 investigación	de	 la	










“no	 es	 necesario	 el	 consentimiento	 de	 la	 persona	 interesada	 para	 la	 comunicación	 de	 datos	
personales	sobre	la	salud,	inclusive	por	medios	electrónicos,	entre	organismos,	centros	y	servicios	
del	 Sistema	 Nacional	 de	 Salud	 cuando	 dicha	 comunicación	 se	 lleve	 a	 cabo	 para	 la	 atención	
sanitaria	de	las	personas,	de	acuerdo	con	lo	dispuesto	en	el	Capítulo	V	de	la	Ley	16/2003,	de	28	
de	 mayo,	 de	 cohesión	 y	 calidad	 del	 Sistema	 Nacional	 de	 Salud”.	 De	 la	 lectura	 de	 este	 texto	
normativo	 se	desprende,	 sin	 lugar	 a	dudas,	 que	 se	 autoriza	 la	 cesión	de	datos	de	 salud,	 sin	 el	
consentimiento	 del	 interesado,	 entre	 organismos,	 centros	 y	 servicios	 del	 Servicio	Nacional	 de	




























3.	 El	 acceso	 a	 la	 historia	 clínica	 compartida:	 ¿quién	 debe	 poder	
acceder?	
Según	 el	 artículo	 113	 del	 RLOPD,	 el	 acceso	 a	 la	 documentación	 se	 limitará	 exclusivamente	 al	
personal	 autorizado,	 por	 lo	 que	 se	 establecerán	 los	mecanismos	que	permitan	determinar	 los	
accesos	realizados	en	el	caso	de	documentos	que	puedan	ser	utilizados	por	múltiples	usuarios,	
como	es	el	caso	de	la	historia	clínica	compartida.	Pero	este	mismo	Reglamento	establece,	en	su	
apartado	 3,	 que	 el	 acceso	 de	 personas	 no	 incluidas	 en	 el	 párrafo	 anterior	 debe	 quedar	
adecuadamente	registrado	de	acuerdo	con	el	procedimiento	establecido	al	efecto	en	el	documento	
de	seguridad.	































una	 mejor	 calidad	 asistencial.	 La	 finalidad	 aquí	 es	 evitar	 la	 duplicidad	 de	 pruebas	
complementarias,	 con	 lo	cual	disminuirá	 la	yatrogenia	 inherente	a	 las	mismas,	aumentando	 la	
seguridad	del	paciente	y	con	un	gasto	eficiente.	
3.1.	Los	profesionales	sanitarios	
De	 lo	 dicho	 hasta	 ahora	 se	 deduce	 claramente	 que:	 a)	 todos	 los	 profesionales	 sanitarios	 que	
necesiten	los	datos	del	contenido	de	la	historia	clínica	compartida	deben	poder	acceder	a	la	misma	
a	fin	de	garantizar	la	continuidad	asistencial	del	enfermo;	b)	el	ciudadano	es	el	titular	o	propietario	















Ahora	 bien,	 el	 usuario	 de	 la	 sanidad	 pública	 es	 un	 ciudadano	 que,	 en	 ejercicio	 de	 su	
autonomía	personal,	tiene	el	derecho	a	decidir	a	qué	parcela	de	su	intimidad	permite	acceder	a	












persona	 pueda	 acceder	 de	manera	 legítima	 a	 sus	 datos	 de	 salud.	 ¿No	 sería	 preferible	 que	 el	
enfermo	 tuviera	 que	 autorizar	 expresamente	 quién	 puede	 acceder	 a	 ciertos	 contenidos	 de	 su	
historia	 clínica,	 tanto	 en	 el	 centro	donde	 es	 atendido	 como	 en	 los	 nuevos	 repositorios	 que	 se	








para	 qué	 podrá	 acceder	 a	 cada	 nivel,	 así	 como	quién	 asume	 la	 responsabilidad	 de	 registrar	 y	


















establece	 el	 Capítulo	 V	 de	 la	 Ley	 16/2003,	 de	 28	 de	mayo,	 de	 cohesión	 y	 calidad	 del	 Sistema	
Nacional	de	Salud.	En	su	artículo	54,	que	trata	de	las	redes	de	comunicación	del	Sistema	Nacional	













docencia)	de	 la	Ley	44/2003,	de	21	de	noviembre,	de	ordenación	de	 las	profesiones	 sanitarias.	
Como	ya	se	ha	dicho,	en	los	usos	no	asistenciales	de	la	historia	clínica	compartida	en	Cataluña,	
esta	es	también	el	soporte	informativo	imprescindible	para	la	investigación	clínica,	porque	facilita	



















prevención	 y	 mejora	 del	 estado	 de	 salud	 de	 la	 población,	 así	 como	 para	 la	 realización	 de	
estadísticas	sanitarias	tanto	a	nivel	nacional	como	internacional.	
En	este	punto,	mi	valoración	es	que	hay	que	insistir	una	vez	más	en	la	importancia	de	la	
anonimización	de	 los	datos	 tanto	con	 fines	de	 investigación	clínica	como	epidemiológica.	Pero	
como	los	datos	de	la	historia	clínica	compartida	están	en	una	“nube”,	no	existe	esta	anonimización	




Actualmente	 ya	 no	 es	motivo	 de	 discusión	 que	 el	 propietario	 o	 titular	 de	 la	 información	 que	
contiene	 la	historia	clínica,	y	 también	 la	de	 la	historia	clínica	compartida,	es	el	ciudadano.	Por	
tanto,	este	debe	tener	la	capacidad	para	poder	gestionar	esta	información	referida	a	sus	datos	de	





los	 desconoce?	 ¿Cómo	 se	 accede	 a	 los	 datos	 de	 la	 propia	 historia	 clínica	 compartida?	 ¿Dónde	
puede	 encontrar	 la	 información	 imprescindible	 para	 poder	 acceder	 a	 la	misma?	 ¿A	 qué	datos	
puede	 acceder	 y	 cómo	 hacerlo?	 ¿Puede	 conocer	 el	 ciudadano	 quién	 ha	 accedido	 a	 su	 historia	
clínica	compartida	y	a	qué	documentos?	






















queda	 imposibilitado	para	el	 ejercicio	del	derecho	de	acceso	que	 contempla	 la	LOPD	y	que	 se	
analiza	en	el	apartado	siguiente.	








profesionales	 asistenciales,	 hace	 referencia	 a	 los	 datos	 de	 salud	 del	 paciente,	 datos	 que	 le	
pertenecen	y	están	protegidos,	como	datos	de	carácter	personal	que	son,	por	la	legislación	estatal	
y	 autonómica	 en	 la	materia	 y	 especialmente	 por	 la	 Ley	Orgánica	 de	 Protección	 de	 Datos	 y	 el	




el	ordenamiento	 jurídico	al	 titular	de	 los	mismos	con	el	 fin	de	 impedir	un	tratamiento	 ilícito	y	





Esta	 especial	 protección	que	 la	 LOPD	atribuye	 a	 los	datos	 relativos	 a	 la	 salud	 se	 refiere	




























datos	 de	 salud	 que	 constan	 en	 ficheros	 automatizados	 y	 que	 son	 objeto	 de	 tratamiento,	






















































De	 manera	 general,	 representa	 la	 garantía	 individual	 frente	 a	 hechos	 pasados	 que	 no	
respondan	a	un	interés	público	actual	y	que	puedan,	en	cambio,	condicionar	el	libre	desarrollo	de	
la	personalidad.	La	Agencia	Española	de	Protección	de	Datos	(AEPD)	en	el	litigio	que	interpuso	










cultura	de	 la	common	 law	 se	niega	el	derecho	al	olvido,	por	 lo	que	 todos	 los	archivos	que	son	
públicos	pueden	ser	publicados	sin	problemas	en	Internet	aunque	contengan	datos	personales,	
como	por	ejemplo	los	archivos	de	los	tribunales	que	son	considerados	como	a	fuentes	públicas	de	
información.	 La	 tradición	 jurídica	 civilista	 ha	 ligado	 el	 derecho	 al	 olvido	 con	 la	 prescripción	























identidad.	 Este	 derecho	 nace	 como	 el	 derecho	 a	 la	 autodeterminación	 informativa	 (derecho	
fundamental),	dirigido	a	satisfacer	una	necesidad	básica	de	toda	persona	como	es	tener	el	control	
de	la	información	referente	a	sí	misma.	Esto	no	es	otra	cosa	que	el	derecho	de	habeas	data:	decidir	
qué	datos	personales	de	un	 individuo	pueden	ser	 tratadas	y	 consultadas	por	otros,	 entendido	
como	desarrollo	del	habeas	corpus	sobre	el	que	se	ha	basado	históricamente	la	libertad	personal.	
Lo	que	se	quiere	proteger	con	el	derecho	al	olvido	es	la	libertad	de	desarrollar	el	propio	proyecto	
vital	 sin	 que	 éste	 se	 vea	 hipotecado	 por	 información	que	no	 tiene	ninguna	 relevancia	 pública	
actual.	 Entendido	 así,	 encaja	 perfectamente	 en	 el	 amplio	 concepto	 de	 autodeterminación	





protección	 de	 datos.	 Sin	 embargo,	 los	 datos	 personales	 que	 se	 recogen	 en	 la	 historia	 clínica	
compartida	 ―sin	 consentimiento	 del	 afectado,	 porque	 hay	 una	 ley	 que	 lo	 habilita―	 deberían	
enmarcarse	dentro	del	derecho	al	olvido	digital	y	no	en	el	derecho	de	protección	de	datos,	porque	













































personales	 en	 la	 Unión	 Europea»,	 que	 se	 traslada	 al	 Supervisor	 Europeo	 de	 Protección	 de	 Datos	 (SEPD)	 según	 lo	

























imprescindible	 que	 la	 Administración	 sanitaria	 facilite	 al	 ciudadano	 el	 derecho	 de	 acceso	 a	 la	







debe	 ser	 quien	 facilite	 al	 ciudadano	 el	 derecho	 de	 acceso,	 a	 fin	 que	 éste	 pueda	 conocer	 qué	
información	contienen	estos	ficheros,	así	como	los	documentos,	pruebas	o	informes	que	se	hayan	







que	 solicita	 el	 ejercicio	de	 los	derechos	ARCO	 la	 información	más	adecuada	para	que	éste	 sea	
conocedor	del	riesgo	que	le	puede	suponer,	en	una	eventual	atención	sanitaria	posterior,	que	los	










Es	 urgente	 que	 la	 Directiva	 de	 la	 Unión	 Europea	 en	 materia	 de	 protección	 de	 datos	
contemple	 los	 nuevos	 retos	 del	 uso	 masivo	 de	 las	 TIC,	 especialmente	 en	 sanidad.	 Conviene,	
además,	que	se	incorpore	el	derecho	al	olvido	digital	en	el	ámbito	sanitario,	junto	con	los	derechos	
ARCO,	con	el	fin	de	favorecer	la	máxima	protección	de	la	intimidad	de	los	ciudadanos.	Los	datos	
personales	 que	 constan	 en	 la	 historia	 clínica	 compartida	―sin	 el	 consentimiento	del	 afectado,	
porque	hay	una	ley	que	lo	habilita―	deberían	enmarcarse	dentro	del	derecho	al	olvido	digital	y	no	
dentro	del	derecho	de	protección	de	datos,	porque	el	bien	que	se	quiere	proteger	es	la	libertad	de	




ciudadano	 debe	 poder	 solicitar	 y	 conseguir	 que	 dichos	 datos	 sean	 borrados	 y	 no	meramente	
encriptados.	
	
	
Fecha	de	recepción:	15	de	enero	de	2016	
Fecha	de	aceptación:	10	de	abril	de	2016	
