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'Privacywetgeving voor multinationals een jungle' kopt de webeditie van de 
Automatisering Gids in mei 2002.' Precies die jungle vormt het domein van mijn 
onderzoek. 
De in de Automatisering Gids bedoelde privacywetgeving2 is primair te vinden 
in de Wet bescherming persoonsgegevens3 (hierna: Wbp). De Wbp beoogt richt-
lijn 95/46/EG4 (hierna: de richtlijn) in het Nederlandse recht te implementeren. De 
richtlijn beoogt op haar beurt tegelijkertijd persoonsgegevens te beschermen en de 
beperking van het vrije verkeer van persoonsgegevens binnen de EU tegen te 
gaan.5 De bescherming van persoonsgegevens beperkt het gebruik van die gege-
vens doordat die bescherming gericht is op de bescherming van de beschikbaar-
heid, de exclusiviteit en de integriteit van gegevens.6 
De bescherming van persoonsgegevens staat in de belangstelling sinds het 
ontstaan van de informatiemaatschappij.7 De informatiemaatschappij is de (huidi-
ge) maatschappij waarin informatie (in ruime zin8) een belangrijke productiefac-
tor is.9 Ofwel, 'information has become the new raw material of the world econo-
my. Just as, in the past centuries, iron, wood, and coal were the joundation upon 
which the economy was based, (...) nowadays it is data and in/òrmaii'on'.10 
De prominente plaats die informatie in de informatiemaatschappij heeft, maakt 
informatie beschermingswaardig." De ontwikkeling van de informatietechnologie 
vergroot die beschermingswaardigheid.12 Het is daardoor namelijk steeds makke-
1 Vgl ook Pletscher 2005 
2 Over de juistheid van de term 'privacywetgeving', vgl · paragraaf 7 2 
3 Wet van 6 juli 2000, houdende regels inzake de bescherming van persoonsgegevens, Slb 2000, 302 
4 Richtlijn 95/46/EG van het Europees Parlement en de Raad van de Europese Unie van 24 oktober 1995 
betreffende de bescherming van natuurlijke personen in verband met de verwerking van persoonsgegevens en 
betreffende het vnje verkeer van die gegevens, PbEG 1995, L 281/31 
5 Overwegingen 2-3, art 1 richtlijn 95/46/EG 
6 Vgl. OECD Guidelines 1981, Commissie Computercnminalileit 1987, ρ 21-24 en Van Esch en Berkvens 
1993, ρ 94, vgl in afwijkende zin Pnns 1995b, p. 29, met name noot 74. 
7 Vgl Kamenlukken II, 1997/1998, 25 892, nr 3, ρ 3-5 
8 Over gegevens, informatie en kennis, vgl.: paragraaf 3 3 
9 Vgl. Dommenng 2000, ρ 21-23 
10 Kuner 2003, p. ix 
11 Vgl. Commissie Computercriminaliteit 1987, ρ 21 
12 Genuanceerder is bijvoorbeeld Holvast, vgl Prins 2003, ρ 63-68 
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lijker om informatie te verzamelen en te verstrekken.13 De door de ontwikkeling 
van de informatietechnologie veroorzaakte globalisering is (mede) de aanleiding 
voor richtlijn 95/46/EG geweest.1" 
De door de ontwikkeling van de informatietechnologie veroorzaakte globali­
sering geldt ook het bedrijfsleven. De informatietechnologie maakt het (centraal) 
bestuur van multinationals mogelijk.15 
De Nederlandse multinational dient bij het gebruik van persoonsgegevens de 
regels van het Nederlandse vennootschapsrecht in acht nemen. Ik versta onder een 
Nederlandse multinational een groep van naar Nederlands recht opgerichte naam­
loze en/of besloten vennootschappen (hierna: vennootschappen) die in en buiten 
Nederland werkzaam zijn. De multinational dient bij het gebruik van persoonsge­
gevens voorts de regels van de Wbp te respecteren. De samenhang tussen de regels 
van het vennootschapsrecht en die van de Wbp staat in het onderhavige boek cen­
traal. 
1.2 Typering van het vennootschapsrecht 
Het Nederlandse vennootschapsrecht is primair te vinden in Boek 2 van het 
Burgerlijk Wetboek (hierna: BW). Het is (dus) primair privaatrecht. 
Boek 2 BW bevat (onder andere) regels die de deelrechtsordes vormgeven die 
de naamloze en de besloten vennootschap zijn. Die regels hebben betrekking op 
de samenwerking tussen de personen die tot die vennootschap behoren. Die per­
sonen zijn vervangbaar. De vennootschap is in die zin zelfstandig ten opzichte van 
die personen. De vennootschap is een eigen persoonlijkheid, een rechtspersoon­
lijkheid.16 Dat wil zeggen dat de vennootschap zelf drager van rechten en ver­
plichtingen is. De vennootschap is dus rechtssubject. 
Behalve regels die betrekking hebben op de samenwerking tussen de personen 
die tot de vennootschap behoren, bevat Boek 2 BW regels die betrekking hebben 
op de samenwerking met degenen die niet tot de vennootschap behoren. Die regels 
houden verband met de eigen, zelfstandige, persoonlijkheid van de vennootschap 
en het misbruik dat daardoor van de vennootschap te maken is. 
Boek 2 BW bevat ten aanzien van vennootschappen tenslotte regels die de 
samenwerking betreffen tussen en met de vennootschap die tot een groep van ven­
nootschappen behoort. Die regels beogen te voorkomen dat die samenwerking de 
zelfstandigheid van de vennootschap (te veel) aantast. 
Het Nederlandse vennootschapsrecht is behalve in Boek 2 BW te vinden in bij­
zondere wetten. Ik noem de Wet op de Ondernemingsraden en de Handelsregister­
wet. Het Nederlandse vennootschapsrecht is voorts te vinden in de rechtspraak. 
13 Overweging 6, richtlijn 95/46/EG 
14 Vgl o.a overweging 4, richtlijn 95/46/EG 
15 Vgl Van Achterberg 1989, ρ 45, Winter 2001 en Kroeze 2007. 
16 Asser-Maeijer 2-1II, nr 7 
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Het Nederlandse vennootschapsrecht is in beginsel dwingend van aard.17 Het 
is deels preventief en deels repressief.18 Het is in het belang van de samenwerking 
met degenen die niet tot de vennootschap behoren, dat de personen die tot de ven-
nootschap behoren niet (helemaal) zelf mogen bepalen volgens welke regels zij 
samenwerken. De personen die tot de vennootschap behoren zijn immers ver-
vangbaar zonder (in beginsel) verder aansprakelijk te zijn dan voor hun aandeel in 
het vermogen van de vennootschap. 
De vennootschap heeft bij het gebruik van persoonsgegevens niet alleen te maken 
met het vennootschapsrecht. De vennootschap staat voor wat het vermogensrecht 
betreft (het verbintenissenrecht inbegrepen)" namelijk gelijk aan de natuurlijke 
persoon.20 De regels van het vennootschapsrecht gelden voor de vennootschap 
naast de regels van het vermogensrecht. 
De regels van het vermogensrecht zijn primair te vinden in Boek 3 BW en ver-
der. Ook die regels hebben soms betrekking op de samenwerking tussen de per-
sonen die tot de vennootschap behoren en die met degenen die daar niet toe beho-
ren. Ook die regels raken soms het gebruik van persoonsgegevens. 
Het vermogensrecht is in beginsel regelend van aard. Het is misbruikbeper-
kend. Het biedt in beginsel handelingsvrijheid binnen de norm van niet onrecht-
matigheid. 
1.3 Typering van de Wbp 
De vennootschap die persoonsgegevens gebruikt, heeft niet alleen met de regels 
van het vennootschapsrecht en het vermogensrecht te maken. Zij heeft voorts te 
maken met de regels van de Wbp. 
De Wbp bevat regels die de rechtmatigheid van het gebruik van persoonsge-
gevens betreffen. De Wbp is te typeren als een publiekrechtelijk georiënteerde, 
gebruiksregulerende omnibuswet.2 ' 
De Wbp is te typeren als een omnibuswet doordat de Wbp regels bevat voor 
om het even welk gebruik, van om het even welke persoonsgegevens, door om het 
even wie. De Wbp differentieert niet naar publieke of private sector. 
De Wbp is gebruiksregulerend doordat de regels van de Wbp (dwingend) voor-
schrijven waar het gebruik van persoonsgegevens aan moet voldoen om rechtma-
tig te zijn.22 Het gebruik van persoonsgegevens is verboden als het niet aan die 
regels voldoet. De Wbp biedt door die benadering vrijwel geen handelingsvrij-
heid. 
17 Art 2 25 BW 
18 Vgl bijvoorbeeld art 2 20 BW 
19 Vgl. Van Schilfgaarde 1998, nr 9. 
20 Art 2 5 BW 
21 Berkvens 1983 (met betrekking tot de Wpr), vgl. voorts Schreuders 2001, ρ 22-24, ICC 2003c, Berkvens 
2004d, Cuijpers 2004, Blok 2005a en Fleischer 2005 
22 Schreuders 2001, ρ 22-24 
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De gebruiksregulerende benadering van de Wbp vloeit voort uit de publiek-
rechtelijke oriëntatie van de Wbp. De norm voor overheidshandelen is doorgaans 
rechtmatigheid.23 De publiekrechtelijke oriëntatie van de Wbp heeft op haar beurt 
te maken met het feit dat het gebruik van persoonsgegevens door de overheid ooit 
de reden vormde voor regels ter bescherming van persoonsgegevens.24 
1.4 Probleemstelling 
De typering van het vennootschaprecht en het vermogensrecht tegenover die van 
de Wbp brengt mee dat een publiekrechtelijke georiënteerde wet het gebruik van 
persoonsgegevens door een private vennootschap beheerst. Privaatrecht beheerst 
de samenwerking tussen de personen die tot de vennootschap behoren en de per-
sonen die daar niet toe behoren. Privaatrecht beheerst voorts de werkzaamheden 
waarvoor de vennootschap de persoonsgegevens gebruikt.25 Persoonsgegevens 
worden bijvoorbeeld gebruikt voor de uitvoering van de arbeidsovereenkomst.26 
Privaatrecht beheerst dan de uitvoering van die overeenkomst, terwijl de Wbp het 
bijbehorende gebruik van persoonsgegevens beheerst.27 
Gezien het voorgaande is in de literatuur de vraag gesteld of het mogelijk is 
richtlijn 95/46/EG in het bestaande privaatrecht te implementeren.28 De wetgever 
heeft die mogelijkheid 'zonder hier veel woorden aan vuil te maken' verworpen 
door de richtlijn in de Wbp te implementeren.29 
De vraag is of de wetgever bij de implementatie van de richtlijn in de Wbp 
rekening heeft gehouden met de regels van het privaatrecht. Ik tracht die vraag in 
het onderhavige onderzoek te beantwoorden. Om precies te zijn, tracht ik het ant-
woord te vinden op de vraag in hoeverre de regels van de Wbp afstemmen op de 
bestaande regels van het vermogensrecht en het vennootschapsrecht. 
1.5 Verantwoording 
Het antwoord op de hiervoor geformuleerde vraag is niet zonder belang. De 
afstemming van nieuwe regels op bestaande regels is sinds jaar en dag één van de 
door de wetgever gestelde kwaliteitseisen van wetgeving. 
De kwaliteitseisen zijn in 1991 neergelegd in de nota 'Zicht op wetgeving'.30 
De kwaliteitseisen beogen de bereidheid om regels na te leven te bewerkstelligen 
door te voorkomen dat die regels tekort schieten. Het belang van toetsing van 
23 Vgl Schreuder5 2001,p 22-24 
24 Vgl Berkvens 2004d, ρ 267, vgl voortb paragraaf 8 1 1 
25 Berkvens 2004d 
26 Vgl Cuijpers 2003 en Van Essen 2003, voor meer voorbeelden vgl hooCdstuk 2 en 3 
27 Berkvens 1993 
28 Vgl o a Berkvens 1983, Ps 2003 en Cuijpers 2004 
29 Cuijpers 2004, ρ 1 
30 Kamerstukken II, 1990/1991, 22 008, nrs 1 -2 
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regels aan de kwaliteitseisen is in 2000 in de nota 'Wetgevingskwaliteit en wetge-
vingsvisitatie' herhaald.31 
De volgende kwaliteitseisen worden in de nota 'Zicht op wetgeving' onderschei-
den: 
- rechtmatigheid en gerichtheid op verwerkelijking van rechtsbeginselen; 
- doeltreffendheid en doelmatigheid; 
- subsidiariteit en evenredigheid; 
- uitvoerbaarheid en handhaafbaarheid; 
- onderlinge afstemming met andere regelingen; 
- eenvoud, duidelijkheid en toegankelijkheid. 
De kwaliteitseis van Onderlinge afstemming' beoogt inconsistenties en fricties bij 
de uitvoering en de handhaving van regels op eenzelfde niveau te voorkomen.32 De 
eis houdt (met name) verband met de kwaliteitseisen van rechtmatigheid, uitvoer-
baarheid en handhaafbaarheid en met die van doeltreffendheid en doelmatigheid 
van wetgeving. 
De onderlinge afstemming van regels is alleen van belang in het geval de nieu-
we regels eenzelfde of een verwant onderwerp hebben als bestaande regels, maar 
inhoudelijk van die regels verschillen of als de nieuwe regels een ander onderwerp 
hebben, maar door hun effect op de bestaande regels inwerken. 
In het eerste geval ontbreekt harmonisatie tussen de regels. Het gevaar dreigt 
dat de regels 'onnodig verscheiden zijn'. In het tweede geval ontbreekt coördina-
tie. In dat geval dreigt het gevaar dat de regels tegenstrijdig zijn. In beide gevallen 
dreigt de 'overtolligheid' van regels.33 
1.6 Werkwijze 
Om te komen tot het antwoord op de vraag in hoeverre de regels van de Wbp 
afstemmen op die van het vennootschapsrecht en het vermogensrecht is het nodig 
die regels te vergelijken. 
In het licht van de kwaliteitseis van afstemming is het niet nodig om alle regels 
van de Wbp en alle regels van het vennootschapsrecht en het vermogensrecht in 
die vergelijking te betrekken. Immers, de afstemming van de regels van de Wbp 
op die van het vennootschapsrecht en het vermogensrecht is alleen van belang in 
het geval de regels van de Wbp hetzelfde onderwerp betreffen als de regels van het 
vennootschapsrecht en het vermogensrecht en in het geval de regels van de Wbp 
door hun effect inwerken op de regels van het vennootschapsrecht en het vermo-
gensrecht. 
31 Kamerslukken 11, 2000/2001, 27 457, nr 2, vgl ook Broeksleeg, Hardy, Klosse e a 2005 
32 Kamerstukken li, 1990/1991, 22 008, nr 1, ρ 29 en Broeksteeg, Hardy, KJosse e a 2005, ρ 45, 449 
33 Pnns 1995b, ρ 10 
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De vraag is welke regels van de Wbp hetzelfde onderwerp hebben als of door hun 
effect mogelijk inwerken op de regels van het vennootschapsrecht en het vermo-
gensrecht. Het is voor het vinden van het antwoord op die vraag nodig de gelijke 
noemer tussen de regels van de Wbp en die van het vennootschapsrecht en het ver-
mogensrecht te bepalen. Die noemer is de organisatie die informatie gebruikt. 
1.7 Afbakening 
In mijn onderzoek beschouw ik de organisatie die informatie gebruikt vanuit drie 
rechtsgebieden: het vennootschapsrecht, het vermogensrecht en het privacyrecht. 
Ik bespreek die rechtsgebieden op basis van bestudering van de relevante regelge-
ving, de parlementaire geschiedenis die aan die regelgeving voorafging en de in 
dat verband relevante literatuur en rechtspraak. 
Ik bespreek de rechtsgebieden geen van drieën uitputtend. Ik beperk de bespre-
king van het vennootschapsrecht tot het in Boek 2 BW vastgelegde Nederlandse 
vennootschapsrecht. De regels van Boek 2 BW die betrekking hebben op de orga-
nisatie die informatie gebruikt, hebben betrekking op de samenwerking tussen de 
personen die tot de vennootschap behoren en de samenwerking met degenen die 
daar niet toe behoren. De overige regels van Boek 2 BW, bijvoorbeeld die met 
betrekking tot kapitaalbescherming, zijn niet van belang en blijven dus buiten 
beschouwing. 
Ik beperk de bespreking van het vermogensrecht in beginsel tot de regels van 
Boek 3 BW en verder. De regels van het vermogensrecht die voor de organisatie 
die informatie gebruikt van belang zijn, zijn de regels die de samenwerking beïn-
vloeden tussen degenen die tot de vennootschap behoren en degenen die daar niet 
toe behoren aan de ene kant en de regels die het gebruik van informatie raken aan 
de andere kant. 
De bespreking van het privacyrecht tenslotte, is beperkt tot de regels die de 
Wbp voor de organisatie die informatie gebruikt, bevat. De regels die andere wet-
ten34 (ook in andere landen35) bevatten, blijven in beginsel beschouwing. De regels 
van de Wbp die voor de organisatie die informatie gebruikt, niet van belang zijn, 
zoals de regels met betrekking tot de samenstelling van de toezichthouder, ook. 
34 Vgl bijvoorbeeld Wet geneeskundige behandelingsovereenkomst van 17 november 1994, Slb 1994, 837, 
Telecommunicatiewet 1998 (die voorziet in implemenlatie van richtlijn 97/66/EG van het Europees Parlement 
en de Raad van 15 december 1997 betreffende de verwerking van persoonsgegevens en de bescherming van de 
persoonlijke levenssfeer in de telecommunicatiesector, PbEG 1998, L 24/1 en van richtlijn 2002/58/EG van het 
Europees Parlement en de Raad van 12 juli 2002 betreffende de verwerking van persoonsgegevens en de 
bescherming van de persoonlijke levenssfeer in de sector elektronische communicatie, PbEG 2002, L 201/37), 
Wet justitiële en strafvorderlijke gegevens van 7 november 2002, Stb 2002, 552, Wet uitbreiding strafbaarstel-
ling heimelijk cameratoezicht van 8 mei 2003, Stb 2003,198, Wet van 18 maart 2004 vorderen gegevens finan-
ciële sector, Stb 2004, 109 en Wet vorderen gegevens van 16 juli 2005, Stb 2005,390 (die op een nader te bepa-
len tijdstip het Wetboek van Strafvordering zal wijzigen) 
35 Vgl bijvoorbeeld Sarbanes-Oxley Act 2002, waarover Van Essen 2004 
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1.8 Opzet 
Het onderhavige boek beantwoordt de vraag in hoeverre de regels van de Wbp 
afstemmen op die van het vennootschapsrecht en het vermogensrecht in vier 










In (het vervolg van) deel I breng ik de organisatie die informatie gebruikt in beeld. 
In hoofdstuk 2 geef ik een beschrijving van twee specifieke organisaties die infor-
matie gebruiken. In hoofdstuk 3 probeer ik de organisatie die informatie gebruikt 
in het algemeen te beschrijven. 
In deel II bespreek ik vervolgens de vertaling die het vennootschapsrecht en 
het vermogensrecht geven aan de in hoofdstuk 3 beschreven organisatie en het 
gebruik dat die organisatie van informatie maakt. Ik bespreek vervolgens de regels 
die het vennootschapsrecht en het vermogensrecht met betrekking tot het gebruik 
van informatie door die organisatie, geven. 
In deel III herhaal ik de werkwijze voor de regels van de Wbp. Ik bespreek de 
vertaling die de Wbp geeft aan de in deel I beschreven organisatie en het gebruik 
dat die organisatie van informatie maakt en ik bespreek de regels die de Wbp met 
betrekking tot het gebruik van informatie door die organisatie bevat. 
Om te komen tot het antwoord op de vraag in hoeverre de regels van de Wbp 
afstemmen op die van het vennootschapsrecht en het vermogensrecht, worden in 
deel IV de in deel II besproken regels van het vennootschapsrecht en het vermo-
gensrecht vergeleken met de in deel III besproken regels van de Wbp (figuur 2). 
In het geval de regels van de Wbp niet of niet geheel afstemmen op die van het 
vennootschapsrecht of het vermogensrecht, geef ik in deel IV aan of en zo ja in 




















De Wbp is ten behoeve van de beantwoording van de vraag die aan mijn onder­
zoek ten grondslag ligt (uitvoerig) bestudeerd. Die bestudering heeft aan het licht 
gebracht dat een aantal regels van de Wbp mogelijk niet voldoet aan de met de 
kwaliteitseis van onderlinge afstemming verband houdende kwaliteitseisen van 
rechtmatigheid aan de ene kant en van doeltreffendheid en doelmatigheid aan de 
andere kant. Het betreft aan de ene kant die regels die richtlijn 95/46/EG niet cor­
rect implementeren.36 Het betreft aan de andere kant die regels die inspanningen 
verlangen die met het doel dat zij beogen in een ongunstige verhouding staan.37 Ik 
stip die regels in deel IV kort aan, zonder dat ik daarbij volledig beoog te zijn. 
1.9 Leeswijzer 
De opzet van het onderzoek in een vennootschaps/vermogensrechtelijk en een pri-
vacyrechtelijk deel maakt het voor de lezer met kennis van het vennootschapsrecht 
en het vermogensrecht mogelijk om deel II 'diagonaal' te lezen, terwijl de lezer 
met kennis van de Wbp de mogelijkheid heeft deel III diagonaal te lezen. 
36 Kamerstukken //, 1990/1991, 22 008, nr 1, ρ 24-25 
37 Kamentukken II, 1990/1991, 22 008, nr 1, ρ 25-26 
2 Een bankconcern en een olieconcern 
2.1 Inleiding 
In mijn onderzoek staat centraal, de samenhang tussen de regels die de Wbp en 
het vennootschapsrecht en het vermogensrecht bevatten voor de organisatie die 
informatie gebruikt In dat verband is het in de eerste plaats van belang die orga-
nisatie en het gebruik dat die organisatie van informatie maakt, in beeld te bren-
gen 
Het onderhavige hoofdstuk beschrijft voor dat doel, ter illustratie en ter inlei-
ding, twee organisaties en het gebruik dat zij van (bepaalde) informatie maken 
Het betreft het gebruik van informatie van klanten door een (fictief) bankconcern 
en het gebruik van personeelsinformatie door een (eveneens fictief) olieconcern 
2.2 Een bankconcern 
2 21 Organisatie 
Het eerste concern is een internationaal bankconcern Het bestaat uit honderd 
filialen, verspreid over dertig landen Het hoofdkantoor van het bankconcern staat 
in Nederland Het bewaakt het (uiteindelijke) doel van het bankconcern de winst-
gevende verkoop van bancaire en verzekenngsproducten ' 
Het bankconcern bestaat uit drie regio's Azië, Europa en Amerika De regio's 
staan onder leiding van het hoofdkantoor De regio's hebben ieder een eigen ver-
deling van activiteiten 
De regio Europa verdeelt de activiteiten per klantsegment De regio bestaat uit 
de unit particulieren en retailers en de unit wholesalers De regio bestaat daarnaast 
uit de unit services De unit services ondersteunt de regio bij financieel beheer, 
human resources management, onderzoek en informatietechnologie De units ver-
delen de activiteiten verder per land 
De unit particulieren en retailers verleent in Nederland diensten als betalen, 
sparen, lenen en verzekeren De unit verleent voorts diensten door advisering, bij-
voorbeeld over beleggingen en pensioenplanning De unit verleent in Nederland 
1 Vgl Berkvens 2000 De Rooij 2003 Pletscher 2005 
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behalve de bovengenoemde diensten aan retailers diensten als financiering en 
liquiditeitenbeheer. 
De unit particulieren en retailers verleent de verschillende diensten in 
Nederland via de front offices. Het front office onderhoudt het contact met de 
klant en leidt hem of haar naar het juiste back office. Het front office omvat de 
lokale bankkantoren, de call centra en de helpdesks. 
De unit wholesalers verleent in Nederland diensten op maat, bijvoorbeeld 
begeleiding bij fusies en overnames, kapitaalmarktdiensten, onroerend goedbe-
heer en employee benefits. De unit verleent die diensten in Nederland via de back 
offices. 
2.2.2 Klantinformatieproces 
Het bankconcern gebruikt voor de verkoop van bancaire en verzekeringsproduc-
ten gegevens van klanten, leveranciers en werknemers. Het gebruik beoogt een 
contractueel, een commercieel en een beheersdoel (waaronder begrepen de uit-
voering van wettelijke verplichtingen).2 
Het voert te ver om voor het bankconcern elk gebruik van elk gegeven voor elk 
deeldoel in kaart te brengen. Ik breng daarom alleen het klantinformatieproces in 
Nederland in beeld. Het gebruik van gegevens van werknemers en leveranciers 
laat ik buiten beschouwing. Het gebruik van gegevens van klanten beschrijf ik met 
behulp van de verschillende deeldoelen waarvoor dat gebruik plaats vindt. 
2.2.2.1 Contractueel 
Het bankconcern gebruikt gegevens van klanten in de eerste plaats voor de ver-
koop van bancaire en verzekeringsproducten. Het sluit voor dat doel overeenkom-
sten met klanten, bijvoorbeeld om een betaalrekening te openen, om een lening of 
een hypotheek te verstrekken of om iets of iemand te verzekeren. 
Het bankconcern gebruikt voor het sluiten van overeenkomsten in ieder geval 
naam, adres en woonplaatsgegevens (hierna: de NAW-gegevens). Het bankcon-
cern voorziet die gegevens van productgegevens: bijgehouden wordt welke klan-
ten, welk producten kopen. 
Het hangt van het soort overeenkomst af welke gegevens het bankconcern ver-
der gebruikt. Het bankconcern gebruikt voor de uitvoering van een betaalover-
eenkomst bijvoorbeeld transactiegegevens (rekeningnummer, tijdstip en bedrag) 
terwijl het voor het uitvoeren van een verzekeringsovereenkomst gegevens als 
ingediende claims gebruikt. 
Het bankconcern verkrijgt de meeste gegevens bij het sluiten van een overeen-
komst van klanten zelf. Het concern sluit een overeenkomst via een medewerker 
van het front office. Het sluiten van een overeenkomst verloopt fysiek of via een 
communicatiemiddel, zoals (elektronische) post of telefoon. Het sluiten van een 
verzekeringsovereenkomst verloopt soms via een tussenpersoon. 
De verschillende front offices slaan NAW- en productgegevens van 'eigen' 
klanten op in een database. De front offices gebruiken die gegevens om klanten 
door te leiden naar de back offices. De back offices gebruiken gedetailleerdere 
gegevens van klanten dan de front offices. De back offices hebben geen inzicht in 
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andere gegevens dan die betreffende de eigen 'producten'. De front en back offi-
ces die een autorisatie hebben om een bepaald gegeven in de database te gebrui-
ken, ontvangen een melding wanneer dat gegeven (ergens) in de database wordt 
gewijzigd. 
Het bankconcern verstrekt voor de uitvoering van een overeenkomst ook gege-
vens van klanten. Het afhandelen van betaalopdrachten brengt bijvoorbeeld het 
verstrekken van gegevens van klanten aan begunstigden mee. In het geval die 
begunstigden geen rekening bij het concern aanhouden, worden die gegevens via 
een andere bank aan de begunstigden verstrekt. Het uitvoeren van een betaalover-
eenkomst brengt voorts de verstrekking van gegevens aan Equens (voorheen 
Interpay) mee. Equens verzorgt namelijk de betaalinfrastructuur ten behoeve van 
een aantal Nederlandse banken. 
2.2.2.2 Commercieel 
Het bankconcern gebruikt gegevens van klanten in de tweede plaats commercieel. 
Het commercieel gebruik van gegevens van klanten beoogt de verkoop van ban-
caire en verzekeringsproducten te bevorderen. 
Een eerste commercieel doel is marktonderzoek. Het bankconcern beoogt met 
behulp van een marktonderzoek vast te stellen welke financiële diensten of com-
binaties van diensten het 'goed doen' bij welke klanten. Het verwerkt de uitkom-
sten van een marktonderzoek in een klantprofiel. Een klantprofiel is een combi-
natie van gegevens waarvan met statistische methoden is vastgesteld dat die ken-
merkend is voor een bepaalde groep personen. Het bankconcern gebruikt voor een 
klantprofiel bijvoorbeeld productgegevens, financiële gegevens en gegevens die 
inzicht geven in de sociale leefomgeving, zoals woonplaats, wijk, werk, inkomen 
en leeftijd. 
Het back office marketing verzamelt de voor een marktonderzoek benodigde 
gegevens. Het back office verkrijgt die gegevens van de andere back offices, die 
de gegevens op hun beurt, via de front offices van klanten verkrijgen - doorgaans 
om een overeenkomst uit te voeren. Het back office marketing verkrijgt de voor 
een marktonderzoek benodigde gegevens daarnaast van call centra. Het back offi-
ce verkrijgt die gegevens tenslotte door ze van een zogenaamde listbroker te 
kopen. De listbroker 'koopt' gegevens voor de ene partij bij de andere partij.2 Het 
back office marketing slaat de voor ene marktonderzoek benodigde gegevens op 
in een zogenaamd 'gegevenspakhuis'.3 
Een tweede commercieel doel waar het bankconcern gegevens van klanten 
voor gebruikt, is marketing. Het gaat bij marketing om het werven van nieuwe 
klanten, het onderhouden van relaties met bestaande klanten en het afzetten van 
nieuwe producten aan bestaande klanten. 
De front offices benaderen bestaande klanten via de (elektronische) post en 
via de call centra met informatie over nieuwe producten. De front offices regis-
2 Uitgebreid, vgl Van Eijk en Van Helden 2001 
3 Uitgebreid, vgl Borking, Artz en van Almelo 1998 
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treren voorts hun klachten. De voor dat doel benodigde NAW-gegevens, telefoon-
nummers en productgegevens verkrijgen de front offices van de lokale bankfilia-
len. 
De front offices benaderen ook potentiële klanten. Onder meer via de call cen-
tra en via de website. Het bankconcern verzamelt voor dat doel technische gege-
vens van de pc's van (potentiële) klanten met behulp van cookies.4 Een cookie 
slaat gegevens als het adres van de computer van waaruit de pagina bekeken 
wordt, de gebruikte browser, de bezochte pagina's en de datum en het tijdstip van 
het bezoek op. Het bankconcern bepaalt met behulp van die gegevens welke infor-
matie klanten wel, of juist niet belangrijk vinden. 
2.2.2.3 Beheer 
Het bankconcern gebruikt gegevens van klanten in de derde plaats voor risicobe-
heer. Het beheer van risico's draagt bij aan het doel van het bankconcern, de winst-
gevende verkoop van bancaire en verzekeringsproducten. 
Het eerste risico waar het bankconcern gegevens van klanten voor gebruikt, is 
het integriteitrisico.5 De Wet op het financieel toezicht (hierna: Wft)6 en de uit die 
wet voortvloeiende besluiten verplichten het bankconcern om beleid te voeren om 
de integriteit van de financiële sector te waarborgen.7 Het screenen van de 
betrouwbaarheid van klanten vormt een onderdeel van dat beleid. Het bankcon-
cern verzamelt voor dat doel gegevens over de identiteit, de aard en de achter-
grond van de klant. 
Het tweede risico voor de beheersing waarvan het bankconcern gegevens van 
klanten gebruikt, vormt het kredietrisico. Het kredietrisico is het risico dat de 
klant (al dan niet financiële) verplichtingen niet na komt.8 Het bankconcern 
onderwerpt een potentiële klant voor de beheersing van dat risico aan een credit 
score. Een credit score is een voorspelling van toekomstig betaal- of aflossings-
gedrag.9 Die voorspelling is gebaseerd op een vergelijking van bepaalde gegevens 
van de klant met een risicoprofiel. Dat risicoprofiel is verkregen door analyse van 
betaal- en aflossingsgedrag van bestaande klanten. Het risico voor de verzeke-
4 Van Dale 2005, omschrijft 'cookie' als 'tekstbestand waann bep gegevens (naam, wachtwoord, e d ) over de 
gebruiker van een website worden opgeslagen, zodat hij niet bij ieder bezoek aan dezelfde website opnieuw 
dezelfde gegevens hoeft in te voeren' 
5 Vgl Regeling Organisatie en Beheersing, DNB 2004, ρ 40, de regeling heeft sinds de inwerkingtreding van 
de Wft formeel geen werking meer 
6 Wet van 28 september 2006, houdende regels met betrekking tot de financiële markten en het toezicht daarop 
(Wet financieel toezicht), Slb 2006, 475 
7 Besluit van 12 oktober 2006, houdende prudentiele regels voor financiële ondernemingen die werkzaam zijn 
op de financiële markten (Besluit prudentiele regels Wft), Stb 2006, 529, Besluit van 12 oktober 2006, hou-
dende regels met betrekking tot aanvullend prudentieel toezicht op kredietinstellingen, levensverzekeraars, 
schadeverzekeraars en beleggingsondernemingen die tot een financiële groep behoren (Besluit prudentieel toe-
zicht financiële groepen Wft), Slb 2006, 508, Besluit van 12 oktober 2006, houdende regels mei betrekking tot 
het gedragstoezicht op financiële ondernemingen (Besluit gedragstoezicht financiële ondernemingen Wft), Slb 
520 en de op voormelde besluiten gebaseerde regelingen Vgl over de voorlopers van die besluiten en regelin-
gen Kuus 2004 
8 Vgl DNB 2004, ρ 22, de regeling heeft sinds de inwerkingtreding van de Wft geen werking meer 
9 Uitgebreid, vgl Wishaw 2000 
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ringstak van het bankconcern vormt bijvoorbeeld het risico dat de schade waar de 
klant zich voor verzekerd heeft, zich verwezenlijkt. Het voorspellen van de kans 
dat die schade zich verwezenlijkt, geschiedt met behulp van bijvoorbeeld medi-
sche gegevens of gegevens over het strafrechtelijke verleden van klanten. Het back 
office risico management vervaardigt de risicoprofielen. Het verkrijgt voor dat 
doel gegevens uit het gegevenspakhuis, maar ook van handelsinformatiebureaus10 
en het Bureau Krediet Registratie (hierna: BKR)." 
Het gebruik van gegevens ter voorkoming van fraude vindt zowel ter beheer-
sing van integriteit- als kredietrisico's plaats.12 Het back office fraudepreventie 
verkrijgt voor dat doel gegevens van klanten die het bankconcern hebben bena-
deeld door eigen onderzoek en door melding in het interne incidentenregister door 
de back en front offices die de benadeling constateren. 
Het back office fraude preventie verstrekt de verwijzingsgegevens van de klan-
ten die een risico vormen voor het bankconcern aan een inteme verwijzingsindex 
die door de verschillende front en back offices van het bankconcern geraadpleegd 
wordt. Onder bepaalde omstandigheden verstrekt het back office bepaalde ver-
wijzingsgegevens van klanten die het bankconcern benadeeld hebben aan een 
externe verwijzingsindex. De externe index wordt gebruikt (en met gegevens 
gevoed) door de financiële instellingen die het protocol 'Incidentenwaarschu-
wingssysteem financiële instellingen' onderschrijven.13 
Indien een gegeven van een beoogde klant matcht met een gegeven in het 
externe register, dan neemt het back office fraudepreventie voor aanvullende 
gegevens contact op met de instelling die dat gegeven verstrekte. Het back office 
fraude preventie verstrekt tot slot, onder omstandigheden gegevens aan politie en 
justitie. 
2.2.2.4 Wettelijke verplichtingen 
Een laatste doel waar het bankconcern veelvuldig gegevens van klanten voor 
gebruikt, is het voldoen aan wettelijke verplichtingen. De Wet ter voorkoming wit-
wassen en financiering van terrorisme14 (hierna: Wwft) verplicht het bankconcern 
bijvoorbeeld om klanten te identificeren aan de hand van één van de in de wet 
genoemde documenten en om ongebruikelijke transacties te melden bij het 
Meldpunt Ongebruikelijke Transacties. Een laatste voorbeeld van een verplichting 
waar het bankconcern gegevens van klanten voor gebruikt, betreft de verplichting 
op grond van de Wft om een beeld van de klant te vormen, voor hem van advies 
te voorzien.15 
10 Vgl.. Cbp 2003. 
11 Uitgebreid, vgl Kabel 2002 en 2003 
12 Vgl. DNB 2004, p. 25, de regeling heeft sinds de inwerkingtreding van de Wft geen werking meer 
13 Bijlage III, NvB en VvV 2003 
14 Wet van 15 juli 2008, houdende samenvoeging van de Wet identificatie bij dienstverlening en de Wet melding 
ongebruikelijke transacties (Wet ter voorkoming van witwassen en financieren van terronsme), Stb 2008, 303 
15 Vgl. artikel 4 24 Wft Vgl. voor meer regelgeving NvB en VvV 2003 
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2.3 Een olieconcern 
2.3 1 Organisatie 
Het olieconcern heeft een multinationaal karakter Het bestaat uit honderd onder-
nemingen die in zestig landen actief zijn Het wordt vanuit een Nederlands en een 
Brits hoofdkantoor bestuurd. De hoofdkantoren bewaken het doel van het olie-
concern, de verkoop van olie en gas De hoofdkantoren houden zich daarnaast 
bezig met beleid, financiën en externe zaken zoals milieu. 
Het olieconcern bestaat uit een productgerichte divisie voor olie en een voor 
gas en uit een dienstverlenende divisie. De dienstverlenende divisie verzorgt 
diverse diensten voor de productgerichte divisies Het betreft onder meer human 
resources management (hierna HRM), onroerend goedbeheer en onderzoek naar 
nieuwe energievormen. 
De productgerichte divisies olie en gas bestaan uit de units exploratie, produc-
tie en verkoop De unit exploratie wint ruwe olie of ruw gas De unit productie 
verwerkt die olie of dat gas vervolgens tot product, bijvoorbeeld tot smeermiddel 
of transportbrandstof De raffinaderijen maken bijvoorbeeld deel uit van de unit 
productie binnen de divisie olie. De unit verkoop verhandelt de bewerkte of ruwe 
olie of het bewerkte of ruwe gas. De unit verzorgt behalve de verkoop van olie of 
gas, de voor die verkoop noodzakelijk marketing en transport. Van de unit verkoop 
maken binnen de divisie olie bijvoorbeeld de tienduizenden tankstations deel uit. 
Het olieconcern is behalve product-, ook geografisch gencht De onderdelen 
in een land ressorteren onder een divisie, onder een unit en onder de nationale 
directie van een land De nationale directie houdt zich onder meer bezig met de 
coördinatie van juridische en fiscale zaken Daarnaast verzorgt de nationale direc-
tie de communicatie met de samenleving op nationaal niveau. 
2 3 2 Personeelsinformatieproces 
Het olieconcern gebruikt, gelijk het bankconcern, voor de verkoop van olie en gas 
gegevens van klanten, leveranciers en werknemers. Het gebruikt die gegevens 
voor dezelfde doelen als waar het bankconcern die gegevens voor gebruikt. Het 
gebruikt de gegevens dus voor een contractueel, een commercieel en een beheers-
doel en voor de uitvoering van wettelijke verplichtingen. 
Het voert ook voor het olieconcern te ver om elk gebruik van elk gegeven voor 
elk deeldoel in kaart te brengen. Ik breng daarom alleen het personeelsinforma-
tieproces in Nederland in beeld Het gebruik van gegevens van leveranciers en van 
klanten laat ik buiten beschouwing Het gebruik van gegevens van personeel (in 
ruime zin) beschrijf ik aan de hand van de verschillende doelen waar dat gebruik 
voor geschiedt 
2 3 2.1 Contractueel 
Het olieconcern verwerkt gegevens van (potentiële) werknemers in de eerste 
plaats om een overeenkomst te sluiten. Het olieconcern heeft werknemers nodig 
voor de exploratie, productie en verkoop van olie en gas Het gaat met alleen om 
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werknemers die met het olieconcern een arbeidsovereenkomst in de zin van arti-
kel 7:610 BW zijn aangegaan, maar bijvoorbeeld ook om uitzendkrachten, sta-
giairs, opdrachtnemers. 
Het olieconcern registreert voor de uitvoering van arbeidsovereenkomsten 
NAW-gegevens en bank- of gironummer van werknemers. Het registreert voor dat 
doel voorts functie, salaris en aan- of afwezigheid van werknemers. Het hangt van 
de functie af welke gegevens van werknemers het olieconcern verder registreert. 
Van werknemers die vanwege hun werk in het buitenland verblijven, houdt het bij-
voorbeeld gedetailleerde gegevens van gezinsleden bij. Van werknemers op boor-
platforms registreert het olieconcern maaltijdwensen en van werknemers met 
onregelmatige werktijden toeslagen. Van weer andere werknemers houdt het olie-
concern bij welke cursussen zij hebben gevolgd en met welk resultaat. Van zowel 
werknemers als ex-werknemers gebruikt het olieconcern pensioengegevens. 
De Nederlandse werknemers tekenen hun arbeidsovereenkomst bij de afdeling 
HRM. Ook als die werknemers buiten Nederland (gaan) werken. De afdeling 
HRM behoort tot de dienstverlenende divisie van het olieconcern. De afdeling 
detacheert de Nederlandse werknemers binnen het concern. 
De afdeling HRM verzamelt de voor de uitvoering van de arbeidsovereen-
komst benodigde gegevens. De gegevens verkrijgt HRM voor een deel van de 
werknemers zelf. De gegevens over de wijze waarop werknemers hun werkzaam-
heden verrichten, verkrijgt HRM niet van de werknemers zelf, maar van de afde-
ling Personeel en Organisatie van de werkmaatschappij waar de werknemer gede-
tacheerd is. Het betreffen verslagen van evaluatiegesprekken of waarschuwingen 
of aantallen opgenomen verzuim- en verlofdagen, afkomstig van concernonder-
delen in Nederland, in Europa of buiten Europa. 
HRM verstrekt voor het uitvoeren van de arbeidsovereenkomst ook gegevens 
van werknemers. HRM verstrekt bijvoorbeeld gegevens aan de afdeling Personeel 
en Organisatie of aan de financiële administratie van de werkmaatschappij waar 
de werknemer gedetacheerd is. HRM verstrekt verder wijzigingen van gegevens 
van werknemers aan alle gebruikers van het systeem voor wie die wijziging van 
belang is. Het aantal gebruikers is fors: het systeem heeft meer dan honderd 
gebruikers in Nederland en daarnaast nog honderden gebruikers in en buiten 
Europa. Het is niet zo dat alle gebruikers van het systeem toegang tot alle gege-
vens hebben. Het autorisatieniveau wordt per gebruiker vastgesteld. 
Het uitvoeren van de arbeidsovereenkomst vereist soms dat het olieconcern 
gegevens van werknemers aan organisaties en instanties buiten het concern ver-
strekt, bijvoorbeeld aan het opleidingsinstituut waar de werknemer een cursus 
mag volgen, aan de autodealer waar zijn auto geleast is of aan het organisatiebu-
reau dat het personeelsuitje verzorgt. 
2.3.2.2 Beheer 
Het olieconcern gebruikt gegevens van werknemers in de tweede plaats ter 
beheersing van risico's. Het beheer van risico's vergroot de winst op de verkoop 
van olie en gas. 
Een eerste beheersdoel betreft efficiency. Het olieconcern analyseert met het 
oog op efficiency gegevens van werknemers met behulp van enterprise resources 
18 Een bankconcern en een olieconcern 
management (hierna: ERP) -systemen.16 Het houdt met behulp van die systemen 
bijvoorbeeld het aantal fotokopieën per afdeling bij en het benzineverbruik per 
lease-auto. Ook gegevens uit prikklokken, RFID-tags17 en bedrijfsnetwerken, bij-
voorbeeld over tijdstip van in- en uitloggen van werknemers op dat netwerk, houdt 
het olieconcern met behulp van ERP-systemen bij. 
Efficiency is doorgaans ook de reden voor de vervreemding van bedrijfson-
derdelen. Een potentiële koper wenst voorafgaand aan de overname van een over 
te nemen bedrijfsonderdeel doorgaans een due diligence onderzoek te verrichten. 
Een dergelijk onderzoek geeft inzicht in de (financiële) positie van het over te 
nemen onderdeel. De gegevens van werknemers zijn in dat kader van belang, denk 
aan salaris en andere arbeidsvoorwaarden. 
Een tweede beheersdoel betreft kwaliteit. Het olieconcern registreert ook voor 
dat doel gegevens van werknemers met behulp van ERP-systemen. Ook neemt het 
voor dat doel telefoongesprekken op en registreert het gevolgde cursussen en 
opleidingen. 
Een derde beheersdoel vormt de veiligheid van werknemers. Voor dat doel 
registreert het olieconcern met behulp van anti-RSI-software computergedrag van 
werknemers en worden benzinestations van camera's voorzien. Vanuit het oogpunt 
van veiligheid neemt het olieconcern voorts bepaalde telefoongesprekken op. De 
bandopnamen dienen als bewijs in eventuele procedures. 
Een met veiligheid verband houdend beheersdoel waar het olieconcern gege-
vens van werknemers voor gebruikt, betreft het voorkomen van fraude. Het olie-
concern filmt werknemers voor dat doel en controleert het e-mail- en internetge-
bruik. Het monitoort met behulp van bepaalde software ook ander computerge-
bruik. Een direct leidinggevende van de werknemer beslist of het olieconcern voor 
het voorkomen van fraude gegevens van werknemers gaat verzamelen. 
Het olieconcern verkrijgt gegevens van werknemers die voor beheersdoelen 
gebruikt worden veelal bij werknemers zelf, vaak doordat computers die gegevens 
bij werknemers genereren. Het verkrijgt die gegevens soms van organisaties bui-
ten het olieconcern, bijvoorbeeld van KPN. Het verstrekt die gegevens vrijwel 
nooit aan die organisaties. Het wisselt die gegevens wel uit binnen het concern. 
2.3.2.3 Commercieel 
Het olieconcern gebruikt gegevens van werknemers zelden voor commerciële 
doelen. Een van de zeldzame voorbeelden van commercieel gebruik van gegevens 
van werknemers betreft de vermelding van die gegevens op een pasje, op vertoon 
waarvan werknemers korting krijgen bij de benzinestations van het olieconcern. 
16 Vgl ICC 2003b 
17 Radio Frequency Identification (identificatie met behulp van radiogolven) is de technologie die het mogelijk 
maakt om op afstand gegevens op te slaan op Rf ID-tags die in objecten, dieren of mensen worden geplaatst 
Vgl Beugelsdijk 2006 
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2.3.2.4 Wettelijke verplichtingen 
Een laatste doel waarvoor het olieconcern veelvuldig gegevens van werknemers 
gebruikt, is het gebruik op grond van wet- en regelgeving. Het betreft in het bij-
zonder sociale en belastingwetgeving. Te denken valt aan gegevens van werkne-
mers die het olieconcern op verstrekt vanwege de Arbo-wet.18 
18 Uitgebreid, vgl Scheepstra en Crebolder 2005. 

Organisatie, informatie en 
informatieproces 
3.1 Inleiding 
In het voorgaande hoofdstuk heb ik ter illustratie twee specifieke organisaties in 
beeld gebracht die informatie gebruiken. In het voorliggende hoofdstuk beschrijf 
ik die organisatie in het algemeen. 
Ik beschrijf de feitelijke kenmerken van de organisatie, de informatie en van 
het gebruik dat de organisatie van die informatie maakt (figuur 3) In de volgen-
de hoofdstukken vormen die beschnj vingen de noemer die bepaalt welke begrip-
pen en regels van het vennootschapsrecht, het vermogensrecht en van de Wbp 
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3.2 Organisatie 
De organisatietheorie beschrijft (onder andere) in algemene bewoordingen de wer-
kelijkheid van de organisatie.' De organisatie ontleent haar bestaansrecht volgens 
de organisatietheorie aan haar doel.2 
Het uiteindelijke doel van een commerciële organisatie, zoals het bankconcern 
of het olieconcern, is het maken van winst. Het maken van winst vereist mensen, 
die van middelen producten of diensten vervaardigen, die winstgevend worden 
verkocht. Het bankconcern bijvoorbeeld, trekt mensen aan, die van geld (midde-
len), bancaire en verzekeringsproducten (producten) maken, die winstgevend wor-
den verkocht. 
Het doel van een organisatie vereist (dus) invoer van mensen en middelen, de 
bewerking door die mensen van die middelen en de uitvoer van die middelen.3 Het 
doel van de organisatie vereist dat mensen samenwerken. Het doel van de organi-
satie is dat mensen samenwerken. De samenwerking wordt verkregen door de 
werkzaamheden (invoer, bewerking en uitvoer) te verdelen. 
3.2.1 Leiding- en uitvoering geven 
De organisatietheorie duidt de verdeling van werkzaamheden aan als de 'interne 
organisatie'.'' De organisatiestructuur is een (belangrijk) onderdeel van de interne 
organisatie. Het is het kader waarbinnen de verdeling van arbeid, de bevoegdheid 
om te beslissen en de coördinatie van de verschillende werkzaamheden is vastge-
legd. 
De basis van de organisatiestructuur is de lijnorganisatie. De lijnorgamsatie 
voorziet in een horizontale en een verticale verdeling van werkzaamheden. De 
horizontale verdeling betreft de verdeling van werkzaamheden op hetzelfde 
niveau. De verticale verdeling betreft de verdeling in leidinggevende en uitvoe-
rende werkzaamheden. De leidinggevende laag verdeelt de werkzaamheden. De 
ondergeschikte laag voert uit. De eenheid van leiding maakt de verdeling van de 
werkzaamheden mogelijk.5 
De leidinggevende laag is in grotere organisaties soms gescheiden van de uit-
voerende laag door een middenkader. Het middenkader is ondergeschikt ten 
opzichte van de leidinggevende laag en leidinggevend ten opzichte van de uitvoe-
rende laag. 
1 Vgl Keuning en Eppink 1993, ρ 29 
2 Keuning en Eppink 1993, ρ 4-6 
3 Keuning en Eppink 1993, ρ 19-20 
4 Keuning en Eppink 1993, ρ 81 
5 Keuning en Eppink 1993, ρ 84, 116-117 en 126-128 
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3.2.2 Primaire en deelprocessen 
De organisatie ontleent haar bestaansrecht, zoals gezegd, aan haar doel. Het doel 
bepaalt het primaire bedrijfsproces. Het primaire bedrijfsproces bestaat uit deel-
processen.6 De werkzaamheden van de organisatie worden door differentiatie of 
specialisatie over die deelprocessen verdeeld. 
De werkzaamheden worden bij differentiatie verdeeld over de stadia die de 
middelen doorlopen om dienst of product te worden. De stadia - invoer, bewer-
king en uitvoer - vormen de deelprocessen. De werkzaamheden worden bij grote-
re organisaties meestal niet gedifferentieerd. De organisatieonderdelen worden 
door differentiatie namelijk minder zelfstandig en dat is in grotere organisaties 
met lange(re) lijnen meestal niet haalbaar.7 
De werkzaamheden worden gespecialiseerd als de werkzaamheden van de 
organisatie meer divers worden. Denk aan organisaties die zich, zoals het bank- of 
het olieconcern, op meerdere producten en/of markten richten. De werkzaamhe-
den worden gespecialiseerd in geografische en/of productgerichte divisies waar-
binnen de werkzaamheden vervolgens gedifferentieerd worden. 
De werkzaamheden worden in een middelgrote organisatie meestal in pro-
ductgerichte divisies verdeeld en in een grote organisatie in geografisch gerichte 
divisies. De organisatieonderdelen worden door specialisatie zelfstandig, maar 
enige centralisatie is vereist, wil de organisatie geen conglomeraat worden.8 
De omvang van de leidinggevende werkzaamheden die het middenkader heeft, 
is bij een gespecialiseerde verdeling van de werkzaamheden groter dan bij een 
gedifferentieerde verdeling.9 De deelprocessen marketing, verkoop en personeels-
zaken worden bij een gespecialiseerde verdeling van de werkzaamheden vaak 
door het middenkader beheerd. 
3.2.3 Het bank- en het olieconcern 
Ik pas het voorgaande - ter verduidelijking - toe op de twee specifieke organisa-
ties uit het vorige hoofdstuk. Te weten het bankconcern en het olieconcern. 
Het bankconcern specialiseert de werkzaamheden over de regio's Azië, Europa 
en Amerika. Het hoofdkantoor leidt de regio's. Het bepaalt het doel van het con-
cern. De regio's vormen een lijnverhouding met het hoofdkantoor. 
Het bankconcern specialiseert de werkzaamheden binnen de regio Europa over 
de klantgerichte unit particulieren en retailers aan de ene kant en de unit whole-
salers aan de andere kant. De unit worden door de unit services ondersteund. De 
unit services doorbreekt de lijnrelatie. 
Het bankconcern sub-specialiseert de werkzaamheden binnen de units per 
land. De leiding van een land staat in lijnrelatie met de leiding van de unit, de lei-
6 Keuning en Eppmk 1993, p. 36-38 en 499-511 
7 Keuning en Eppink 1993, ρ 141 
8 Keuning en Eppink 1993, ρ 142-150 
9 Keuning en Eppink 1993, ρ 84-88 en 239-240 
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ding van de unit vormt een lijnrelatie met de leiding van de regio en de leiding van 
de regio vormt, zoals gezegd, een lijnrelatie met het hoofdkantoor. 
Het bakconcem differentieert de werkzaamheden per land. De leiding in 
Nederland verdeelt de werkzaamheden over een front office (invoer en uitvoer) en 
een back office (bewerking). De front en back offices staan in lijnrelatie met de 
leiding van Nederland. 
Figuur 4 geeft de verdeling van werkzaamheden binnen het bankconcern ver-
eenvoudigd weer. Figuur 4 geeft niet de verdeling van werkzaamheden binnen 
Azië en Amerika weer. Bovendien geeft figuur 4 niet de verdeling van werk-













Het olieconcern verdeelt de werkzaamheden over twee productgerichte divisies, te 
weten olie en gas. Het olieconcern bestaat daarnaast uit de niet productgerichte 
divisie dienstverlening. 
De hoofdkantoren in Nederland en in het Verenigd Koninkrijk besturen de 
divisies. De hoofdkantoren bewaken het doel van het concern. De divisies vormen 
een lijnverhouding met de hoofdkantoren. 
Het olieconcern differentieert de werkzaamheden in de beide productgerichte 
divisies over de units exploratie (invoer), productie (bewerking) en verkoop (uit-
voer). De units voeren onderling overleg over de coördinatie van de werkzaamhe-
den. 
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exploratie productie verkoop 
3.3 Informatie 
Ik kom na de bespreking van de organisatie toe aan de bespreking van de infor­



















'Informatie' is door Van Dale (onder meer) omschreven als van buiten komende 
kennis en als gegevens. 
Een gegeven is een weergave van een werkelijkheid of van een voorstelling van 
de geest.10 Een weergave geschiedt in letters of cijfers of in beelden of geluiden." 
Een gegeven hoeft geen betekenis te hebben.12 Een voorbeeld: dat mijn naam bij 
het bank- of het olieconcern (niet) bekend is, is een gegeven. 
10 Vgl o a Bull 1985, ρ 2-3, Rapport Commissie Franken 1987, ρ 15 en Oskamp 1998, ρ 13, Berkvens 2005b, 
ρ 258 
11 Berkvens 2005b, p, 258 
12 Holvast 2001, ρ 36 
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Een gegeven is informatie als het, door interpretatie, betekenis krijgt.13 Een gege­
ven hoeft, zoals gezegd, geen betekenis te hebben. Een gegeven omvat in die zin 
minder dan informatie.14 
Een enkele selectie van een gegeven is voor een gegeven voldoende om infor­
matie te zijn. Een selectie veronderstelt een doel en dat doel geeft een gegeven een 
betekenis. Een voorbeeld: dat mijn naam bij het olieconcern bekend is omdat ik 
daar werk of bij het bankconcern omdat ik daar een betaalrekening wil openen, is 
informatie. 
Informatie kan kennis bevatten. Kennis de op een (subjectief) geheel van infor­
matie gebaseerde wetenschap hoe (niet) te handelen.15 In het voorbeeld: mijn 
naam bevat voor het bankconcern niet voldoende informatie om te besluiten om 
voor mij een betaalrekening te openen. Kennis om te besluiten om dat te doen, 
krijgt het bankconcern via de voor een credit score benodigde informatie. 
Informatie is strikt genomen (dus) geen synoniem voor gegevens of kennis. 
Een organisatie gebruikt gegevens voor een doel en dat doel geeft gegevens 
betekenis. In de woorden van Holvast: gebruik is gebaseerd op informatie en niet 
op gegevens.16 Of het gebruik van informatie door de organisatie vervolgens ken­
nis genereert, hangt af van het geheel van subjectieve informatie waarover de bij 
de organisatie betrokken personen beschikken. 
3.4 Informatieproces 
De constatering dat de organisatie informatie voor een doel gebruikt, brengt mij 
bij de bespreking van het gebruik dat de organisatie van informatie maakt. Het 
doel van de organisatie bepaalt dat gebruik. Ik licht dat toe. 
Het gebruik van informatie volgt de verdeling van de werkzaamheden van de 
organisatie.17 Het gebruik van informatie volgt (dus) de invoer van mensen en 
middelen, de bewerking door mensen, van middelen en de uitvoer van mensen en 
middelen.18 Het gebruik van informatie volgt (dus) een opeenvolgend geheel, pro­
ces, van invoer, bewerking en uitvoer (figuur 7).19 
13 Schreuders 2001, ρ 27, vgl ook Kamerstukken 11, 1989/90, 21 551, nr 3, ρ 5 
14 Berkvens 2005b, ρ 258, vgl ook Berkvens 2005a 
15 Vgl Schreuders 2001, ρ 28 
16 Vgl Holvast 2001, ρ 36 
17 Keuning en Eppmk 1993, ρ 16 en 20 
18 Keuning en Eppmk 1993, ρ 19-20 
19 Vgl Holvast 2001, ρ 33 



















Het informatieproces in de organisatie verloopt parallel aan de (andere) deelpro-
cessen in de organisatie. Het gebruik van informatie van klanten in het bankcon-
cern verloopt bijvoorbeeld parallel aan het productieproces en het marketingpro-
ces, terwijl het gebruik van informatie van werknemers in het olieconcern (voor-
namelijk) parallel aan het personele proces verloopt. 
In ieder (informatie)proces is invoer de eerste handeling. Invoer behelst het 
vergaren, verkrijgen of verzamelen van informatie van buiten of, bij een deelpro-
ces, van binnen de organisatie. Een voorbeeld: het bankconcern verkrijgt infor-
matie voor het vervaardigen van een credit score van klanten zelf, van listbrokers 
en van het BKR. 
Invoer wordt gevolgd door de opslag van informatie op een manier die het 
mogelijk maakt die informatie te gebruiken. In de meeste gevallen geschiedt 
opslag in een (computer)systeem. 
In ieder informatieproces is bewerking de volgende handeling. De bewerking 
van informatie dient het doel van de deelprocessen in de organisatie. Het doel van 
die deelprocessen dient het doel van de organisatie. Het klantinformatieproces in 
het bankconcern bijvoorbeeld, faciliteert onder meer het markeringproces en het 
marketingproces faciliteert het uiteindelijke doel van het bankconcern: de afzet 
van financiële producten. 
In ieder informatieproces is uitvoer de laatste handeling. Het doel van de orga-
nisatie bepaalt wat uitvoer is: vernietiging, verwijdering, verstrekking of archive-
ring. Het olieconcern archiveert gegevens van werknemers bijvoorbeeld bij beëin-
diging van het dienstverband. Informatie over een sollicitant vernietigt het olie-
concern echter bij afwijzing van de sollicitant. 
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3.5 Afronding 
In het voorgaande hoofdstuk beschreef ik de organisatie, de informatie en het 
gebruik dat de organisatie van die informatie maakt. Ik typeerde de organisatie als 
de verdeling van werkzaamheden voor een bepaald doel Het gebruik van infor-
matie volgt de verdeling van die werkzaamheden. Informatie typeerde ik als het 
gebruik van gegevens voor een bepaald doel. Het doel van de organisatie bepaalt 
het gebruik dat de organisatie van informatie maakt. 
DEEL II VENNOOTSCHAPSRECHT EN VERMOGENSRECHT 

4 Groepen van vennootschappen 
4.1 Inleiding 
In het vorige hoofdstuk heb ik een beschrijving gegeven van de werkelijkheid van 
de organisatie. In het onderhavige hoofdstuk vertaal ik die beschrijving naar de 
begrippen van het vennootschapsrecht en het vermogensrecht. Ik doe dat door aan 
de hand van het begrip 'groep' de verdeling van de werkzaamheden tussen ven-
nootschappen die deel van de groep uitmaken te bespreken èn de verdeling van de 



















Het vennootschapsrecht definieert het begrip 'groep' in artikel 2:24b BW. Het 
begrip is gelijk aan het in de doctrine ontwikkelde begrip 'concern'.1 In het navol-
gende verwijst het begrip 'concern' naar het begrip 'groep' in artikel 2:24b BW. 
De 'groep' is in artikel 2:24b BW gedefinieerd als 'een economische eenheid 
waarin rechtspersonen en vennootschappen organisatorisch zijn verbonden'. De 
definitie bevat de volgende drie elementen: rechtspersonen en vennootschappen, 
economische eenheid en organisatorische verbondenheid (figuur 9). 
1 Bartman en Dorresteijn 2006, ρ 29 

























4.2 Rechtspersonen en vennootschappen 
De groep is de organisatie die uit groepsmaatschappijen bestaat. De groepsmaat-
schappij is rechtspersoon of vennootschap.2 
De groepsmaatschappij die rechtspersoon is, is een rechtspersoon die in de 
opsomming van artikel 2:3 BW voorkomt of een rechtspersoon die is opgericht 
naar buitenslands recht.3 Het is dus mogelijk dat de groepsmaatschappij een niet-
commerciële rechtspersoon is, bijvoorbeeld een vereniging4, of een Britse plc. 
De groepsmaatschappij die vennootschap is, is een contractuele vennootschap. 
Het is dus mogelijk dat de groepsmaatschappij een vennootschap onder firma is. 
De contractuele vennootschap is (nog) geen rechtspersoon.5 
2 Art 2 24b BW 
3 Vgl Bundel NV en BV, lXq-41 en Ixq-art 24a-7 en Ixq-art 24b-1 
4 Vgl art 2 26 BW 
5 Aanhangig is het wetsvoorstel 'Vaststelling van titel 7 13 (vennootschap) van het Burgerlijk Wetboek', 
Kamerslukken II, 2002/2003, 28 746, nrs 1-2, dat voor openbare vennootschappen in de mogelijkheid van 
rechtspersoonlijkheid voorziet Voor die rechtspersonen is Boek 2 BW beperkt van toepassing 
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Ik versta hierna onder een groep een groep van naar Nederlands recht opgerichte 
naamloze en/of besloten vennootschappen.6 Ik versta hierna onder een vennoot-
schap een naamloze of een besloten vennootschap en dus niet een contractuele 
vennootschap. 
De vennootschap is de organisatie die is vormgegeven volgens de regels van Boek 
2 BW. De regels van Boek 2 BW geven de samenwerking tussen de personen die 
tot de vennootschap behoren vorm en de samenwerking met de personen die daar 
niet toe behoren. De deelrechtsorde die volgens de regels van Boek 2 BW is vorm-
gegeven, is juridisch zelfstandig ten opzichte van die personen. Die personen zijn 
vervangbaar. De vennootschap is in die zin een eigen persoonlijkheid, een rechts-
persoonlijkheid. De vennootschap is als rechtspersoon zelf drager van rechten en 
verplichtingen. Zij is dus rechtssubject. Zij neemt zelfstandig deel aan het rechts-
verkeer.7 
De groep is geen rechtssubject. Zij is dus geen dragen van eigen rechten en ver-
plichtingen. Zo ook niet het (niet rechtspersoonlijkheid bezittende) filiaal of kan-
toor van waaruit de vennootschap (feitelijk) opereert. 
De regels van Boek 2 BW en de statuten van de vennootschap 'regeren' de deel-
rechtsorde die de vennootschap is.8 De vennootschap die niet aan de regels van 
Boek 2 BW voldoet, ontstaat namelijk niet.9 De oprichting van de vennootschap 
vereist een notariële oprichtingsakte en (vooralsnog)10 een verklaring van geen 
bezwaar van de minister van Justitie." De minister mag de verklaring weigeren als 
de kans aanwezig is dat het doel van de vennootschap niet geoorloofd is. 
De notariële akte bevat de statuten van de vennootschap. De statuten van de 
vennootschap bepalen voor een goed deel het rechtsregime van de vennootschap.12 
De statuten worden in het Handelsregister gepubliceerd.13 De statuten beschrijven 
(onder meer) het doel van de vennootschap.14 Het doel van de vennootschap ver-
meldt de voornaamste werkzaamheden van de vennootschap.15 Het (uiteindelijke) 
doel van het in hoofdstuk 2 besproken bankconcern is bijvoorbeeld het maken van 
winst door de verkoop van bancaire en verzekeringsproducten. Het doel en de 
werkzaamheid van de vennootschap mogen niet in strijd zijn met de openbare 
orde.16 
6 Vgl titel 4 en 5 Boek 2 BW De meeste bepalingen in titel 5 Boek 2 BW zijn gelijk aan die in titel 4 Boek 2 
BW In het geval hiema naar een bepaling in titel 4 of 5 Boek 2 BW venvezen wordt, heeft de eerste betrek-
king op de NV en de tweede op de BV 
7 Asser-Maeijer 2-III, nr 7-8, Van Schilfgaarde 1998, nr 1 
8 Van Schilfgaarde 1998, nr 14 
9 Art 2 4 lid I BW 
10 Aanhangig is het wetsvoorstel 'Wijziging van Boek 2 van het Burgerlijk Wetboek in verband met de herziening 
van het preventief toezicht bij oprichting en wijzigingen van de statuten van naamloze en besloten vennoot-
schappen', Kamerslukken II, 1998/99, 26 277, nrs 1-2, vgl ook Kroeze 2007 
11 Art 2 68 BW voor de NV en 2 179 BW voor de BV 
12 Asser-Maeijer 2-III, nr 56 
13 Art 2 69 jo 66 en 179 jo 177 BW 
14 Art 2 66 en 177 BW 
15 Van Schilfgaarde 1998, nr 4 
16 Art 2 20 BW 
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De (feitelijke) werkzaamheden van de vennootschap moeten met het statutaire 
doel overeenstemmen.17 Bij overschrijding van het doel heeft de vennootschap de 
mogelijkheid de bestuurder op die overschrijding aan te spreken en de rechtshan-
deling waarvoor het doel overschreden werd te vernietigen. 
Boek 2 BW verdeelt bepaalde werkzaamheden binnen de vennootschap over 
de organen van de vennootschap. De vennootschap bestaat uit een algemene ver-
gadering, een bestuur en eventueel uit een raad van commissarissen (figuur IO).18 
De statuten werken de verdeling van bepaalde werkzaamheden verder uit. De ven-
nootschap is (in beginsel)19 vrij in de verdeling van de werkzaamheden die niet 
door Boek 2 BW verdeeld worden. De verdeling van die werkzaamheden wordt 
(doorgaans) niet door de wet, maar door de (arbeids)overeenkomst 'geregeerd'. 
De verdeling van de werkzaamheden over de aandeelhouders, de bestuurders, 
de commissarissen en de andere personen die tot de vennootschap behoren, zal in 
de volgende paragrafen in grote lijnen besproken worden. De verdeling is van 
belang vanwege het feit dat de vennootschap zelfstandig deelneemt aan het rechts-
verkeer. De verdeling is voorts van belang vanwege het feit dat de vennootschap 
(als 'fictie' van het recht20) niet in staat is feitelijk werkzaamheden te verrichten. 
De verdeling van de werkzaamheden bepaalt, zoals we in hoofdstuk 7 zullen zien, 
of bepaalde werkzaamheden voor rekening van de vennootschap zijn of voor reke-
ning van de persoon die de werkzaamheden feitelijk verrichtte. 
17 Vgl art 2 7 BW 
18 Van Schilfgaarde 1998, nr 1 
19 Vgl bijvoorbeeld de Wet toezicht verzekenngsbednjf 1993 en de Wet toezicht natura uitvaartverzekenngsbe-
dnjf 1996, die niet toestaan dat een verzekenngsmaatschappij risicodragende nevenactiviteiten ontplooit 
20 Von Savigny, vgl Asser-Van der Gnnten-Maeijer 2-11, nr 1 
































De artikelen 2:107 en 217 BW21 bepalen dat de algemene vergadering alle 
bevoegdheid heeft die niet aan anderen toekomt. De algemene vergadering bezit 
aldus (onder andere)22 de volgende drie bevoegdheden: de bevoegdheid om de sta-
tuten te wijzigen, de bevoegdheid om het bestuur te benoemen en/of te ontslaan 
en de bevoegdheid om het bestuur te instrueren. 
21 Art 2 107 BW voor de NV, art 2:217 voor de BV 
22 Voor het onderhavige onderzoek zijn de andere bevoegdheden van de algemene vergadering, zoals het vast-
stellen van de jaarrekening en hel ontbinden van de vennootschap minder of zelfs met relevant 
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4.3.1 Wijzigen statuten 
De eerste bevoegdheid van de algemene vergadering betreft de (exclusieve) 
bevoegdheid om de statuten te wijzigen.23 De bevoegdheid is van belang omdat de 
vennootschap behalve door Boek 2 BW, door de statuten wordt 'geregeerd'.24 
De statuten bevatten zoals gezegd het doel van de vennootschap.25 De algeme-
ne vergadering heeft (dus) de bevoegdheid om dat doel te wijzigen. De wijziging 
van de statuten vereist (vooralsnog)26 een verklaring van geen bezwaar van de 
minister van Justitie.27 De wijziging moet in het Handelsregister gepubliceerd 
worden.28 
De statuten zelf kunnen de bevoegdheid om de statuten te wijziging beperken 
of zelfs uitsluiten. De beperkingen van de bevoegdheid om de statuten te wijzigen 
zijn net als alle andere bevoegdheidsbeperkingen, zoals we in hoofdstuk 7 zullen 
zien, van belang omdat ze bepalen welke werkzaamheden voor rekening van de 
vennootschap komen. De algemene vergadering kan een beperking van de 
bevoegdheid negeren door met inachtneming van een gelijke beperking een 
besluit te nemen.29 De algemene vergadering kan een uitsluiting van de bevoegd-
heid omzeilen door daartoe met algemene stemmen te besluiten wanneer het gehe-
le geplaatste kapitaal vertegenwoordigd is.30 
4.3.2 Benoemen en ontslaan bestuurders 
De tweede bevoegdheid van de algemene vergadering betreft die om bestuurders 
(en commissarissen) te benoemen en te ontslaan.31 De bevoegdheid is van belang. 
De bevoegdheid stelt de ene vennootschap die aandeelhouder in de andere ven-
nootschap is namelijk, zoals we in paragraaf 4.8 zullen zien, in staat de verdeling 
van werkzaamheden bij die andere vennootschap te beïnvloeden. 
De bevoegdheid om ondergeschikten te benoemen en te ontslaan behoort aan 
het bestuur. De bestuurders zelf worden dus benoemd en ontslagen door de alge-
mene vergadering. Dat is in twee situaties anders. 
Ten eerste komt de bevoegdheid om bestuurders te benoemen en te ontslaan 
niet toe aan de algemene vergadering van de rechtspersoon die structuurvennoot-
schap is. De structuurvennootschap32 is, kort gezegd, een 'grote' vennootschap die 
23 Art 2 121 en 231 lid 1 BW 
24 Van Schilfgaarde 1998, nr 14 
25 Art 2 66 en 177 BW 
26 Aanhangig is het wetsvoorstel 'Wijziging van Boek 2 van het Burgerlijk Wetboek in verband met de herziening 
van het preventief toezicht bij opnchting en wijzigingen van de statuten van naamloze en besloten vennoot-
schappen', Kamerstukken II. 1998/99, 26 277, nrs 1-2, vgl ook Kroeze 2007 
27 Art 2 125 en 235 BW, vgl paragraaf 11 3 2 en 11 6 1 
28 Art 2 126 en 236 BW 
29 Art 2 121 en 231 lid 2 BW 
30 Art 2 121 en 231 lid 1 BW 
31 Art 2 132 en 242 jo 143 en 244 BW 
32 Art 2 154 en 264 lid 1 BW 
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volgens het Handelsregister" drie jaar aan de voorwaarden van artikel 2:153 of 
263 lid 2 BW voldoet.3" De vennootschap die een structuurvennootschap is, moet 
een raad van commissarissen instellen.35 De raad van commissarissen is dan, in 
plaats van de algemene vergadering, bevoegd bestuurders te benoemen en te ont-
slaan.36 De raad bezit die bevoegdheid niet in de gevallen genoemd in de artikelen 
2:155 en 155a of 265 en 265a BW. 
Ten tweede komt de bevoegdheid om bestuurders te benoemen de algemene 
vergadering soms beperkt toe. De statuten kunnen een ander namelijk de bevoegd-
heid verlenen om een bindende voordracht tot benoeming te doen. Die ander kan 
een ander orgaan of zelfs een ander persoon zijn.37 De algemene vergadering kan 
besluiten de voordracht niet te volgen. Dat besluit vereist twee derde van de stem-
men, samen de helft van het geplaatste kapitaal (doorgaans de helft van het totale 
aantal stemmen) vertegenwoordigend.38 
De bevoegdheid van de algemene vergadering om bestuurders te benoemen 
wordt voorts beperkt wanneer de statuten (kwaliteits)eisen aan de bestuurders stel-
len, bijvoorbeeld dat zij Nederlanders ingezetene zijn of houder van een zekere 
hoeveelheid aandelen.39 De algemene vergadering moet wel wat te kiezen over-
houden. De algemene vergadering kan de eisen terzijde stellen door daartoe te 
besluiten met twee derde van de stemmen die meer dan de helft van het geplaatst 
kapitaal vertegenwoordigen.40 
De bevoegdheid om bestuurders te schorsen en te ontslaan komt toe aan het 
orgaan dat bevoegd is tot benoeming."1 Doorgaans bezit de algemene vergadering 
die bevoegdheid dus. De bevoegdheid om de bestuurders te ontslaan raakt het 
zogenaamde beginsel van bestuursautonomie. Dat beginsel houdt in dat het 
bestuur zelfstandig is, zolang het binnen de grenzen van zijn bevoegdheid blijft.42 
De bevoegdheid om de bestuurders te ontslaan beperkt die zelfstandigheid. De 
weigering van de bestuurder om het beleid te voeren dat de algemene vergadering 
wenst, kan volgens de Hoge Raad bijvoorbeeld een redelijke grond voor ontslag 
33 Inschrijving is verplicht, behalve wanneer de NV of BV afhankelijke maatschappij is van een structuurven-
nootschap die wel verplicht tot inschrijving is of wanneer de NV of BV groepsmaatschappij van een interna-
tionale groep is en uitsluitend de functie van holding of dienstverlenende maatschappij vervult of wanneer de 
NV of BV een joint venture is of een afhankelijke maatschappij daarvan waann voor de helft of meer wordt 
deelgenomen door een structuurvennootschap die wel verplicht lot inschrijving is, vgl. art 2 153 en 263 BW. 
34 Te weten: de NV of BV heeft een geplaatst kapitaal van minstens dertien miljoen euro (art 1 Besluit van 4 juli 
2000, houdende verhoging van de in de artikelen 63b lid 2 onder a, 153 lid 2 onder a en 263 lid 2 onder a van 
Boek 2 van het Burgerlijk Wetboek bedoelde grensbedragen alsmede omzetting in euro (financiële beneden-
grens structuurregeling)); de NV of BV of een afhankelijke maatschappij (zie art 2 152 en 262 BW) heefl op 
basis van een wettelijke verplichting een ondernemingsraad (art 2-5a WOR) en voor de NV of BV en haar 
afhankelijke maatschappijen zijn minstens honderd werknemers in Nederland werkzaam 
35 Art 2 158 en 268 e ν BW. 
36 Art 2 262 en 272 BW 
37 Απ 2.133 en 243 BW en Van Schilfgaarde 1998, nr 44 Bij een buitenstaander kan worden gedacht aan de 
staat. 
38 Dat besluit is nietig wanneer geen voordracht werd gedaan, art 2 14 BW 
39 Van Schilfgaarde 1998, nr. 44 
40 Art 2 132 en 242 BW 
41 Art 2 134 en 244 BW 
42 HR 21 januan 1955, NJ 1959,43 (Forumbank). 
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vormen.43 Of die weigering in concreto een redelijke grond oplevert, hangt vol-
gens de Hoge Raad af 'van de aard van het door de algemene vergadering 
gewenste beleid en van de overige omstandigheden'. 
4.3.3 Instrueren bestuurders 
De algemene vergadering heeft ten derde de bevoegdheid om het bestuur te inst-
rueren.44 De bevoegdheid kent drie vereisten. Ten eerste moet de bevoegdheid in 
de statuten aan de algemene vergadering worden verleend.45 Ten tweede moet de 
bevoegdheid worden verleend aan een orgaan van de rechtspersoon. De bevoegd-
heid kan dus wel aan de algemene vergadering, maar niet aan de aandeelhouders 
worden verleend.46 Ten derde is (vooralsnog)47 vereist dat instructies slechts 'de 
algemene lijnen van het te voeren beleid op nader in de statuten aangegeven ter-
reinen betreffen'. 
Het derde vereiste vloeit voort uit het beginsel van bestuursautonomie.48 Dat 
houdt, zoals gezegd, in dat het bestuur zelfstandig is zolang het binnen zijn 
bevoegdheid blijft. Het bestuur dat binnen zijn bevoegdheid blijft, hoeft van de 
algemene vergadering geen concrete instructies te accepteren. Volgens Bartman 
en Dorresteijn kunnen algemene instructies behalve op het financiële, sociale en 
personeelsbeleid en op milieu en automatisering bijvoorbeeld betrekking hebben 
op privacybescherming.49 
Volgens Van den Ingh50 is het onderscheid tussen algemene en concrete 
instructies niet duidelijk. Volgens hem kunnen concrete instructies altijd in alge-
mene bewoordingen verpakt worden. Volgens hem begrenst het beginsel van 
bestuursautonomie de instructiebevoegdheid van de algemene vergadering." Het 
beginsel dat het bestuur zelfstandig is in de uitoefening van zijn bevoegdheden, 
brengt volgens hem mee dat het bestuur dienaangaande geen instructies van de 
algemene vergadering hoeft te accepteren. Volgens Van den Ingh wordt de instruc-
tiebevoegdheid van de algemene vergadering verder begrensd door het vennoot-
schappelijk belang.52 De instructie die in strijd is met het vennootschappelijk 
43 HR 4 december 1992, NJ 1993, 271 (Meijers-Mast Holding) 
44 Art 2 129 en 239 lid 4 BW. 
45 Het is (binnen de in art. 2 129 en 239 BW genoemde grenzen) mogelijk die bevoegdheid contractueel toe te 
kennen, vgl Bartman en Dorresteijn 2006, ρ 95 e.v 
46 Ait 2'189a BW bepaalt dat behalve de algemene vergadering, de vergadering van houders van aandelen van 
een bijzonder soort en de raad van commissanssen in aanmerking komen Volgens Van den Ingh 2002, ρ 25-
26 komt de instructiebevoegdheid niet aan de raad van commissanssen toe omdat de functie van bestuurder en 
commissaris volgens art 2 160 en 270 sub c BW niet in een persoon verenigd mogen zijn, terwijl het met ver­
boden is tegelijkertijd bestuurder en aandeelhouder te zijn 
47 Aanhangig is het wetsvoorstel 'Wet vereenvoudiging en flexibilisering bv-recht'. Kamerslukken II, 2006/2007, 
31 058, nr 2, dat voorziet in de bevoegdheid van de algemene vergadering van de BV om (ook) concrete 
instructies aan het bestuur te geven 
48 HR 21 januan 1955, NJ 1959, 43 (Fonimbank) 
49 Bartman en Dorresteijn 2006, ρ 87-88 
50 Van den Ingh 2002, ρ 19 
51 Van den Ingh 2002, ρ 20 
52 Hetgeen in het wetsvoorstel flexibilisering bv-recht (Kamerstukken II, 2006/2007, 31 088, nr 2) wordt erkend 
Hoofdstuk 4 39 
belang kan het bestuur met een beroep op misbruik van bevoegdheid naast zich 
neer leggen.53 
4.4 Bestuurders 
Het bestuur heeft op basis van Boek 2 BW de volgende twee belangrijke bevoegd­
heden: de bevoegdheid om de vennootschap te besturen en de bevoegdheid om 
namens de vennootschap rechtshandelingen te verrichten, dus om de vennoot­
schap te vertegenwoordigen. 
4.4.1 Besturen 
Ten eerste is het bestuur bevoegd de vennootschap te besturen.54 Te preciseren wat 
besturen omvat, is lastig. Het omvat in elk geval leiding geven aan de dagelijkse 
gang van zaken. Het omvat ook het maken van plannen en het uitstippelen van 
beleid.55 Het omvat het benoemen en ontslaan van (niet) ondergeschikten en de 
vaststelling van hun arbeidsvoorwaarden; de samenwerking met en de deelneming 
in andere rechtspersonen.56 
Het beheer van het vermogen valt onder het besturen van de vennootschap, 
daartoe behoort het doen van investeringen.57 Het bestuur is ook primair verant­
woordelijk is voor de effectiviteit en efficiency van bedrijfsprocessen en voor de 
naleving van relevante wet- en regelgeving, waaronder privacyregelgeving.58 
Het uitoefenen van de rechten die aan aandelen in andere rechtspersonen ver­
bonden zijn, vormt een volgende werkzaamheid die tot de bestuursbevoegdheid 
behoort. Het bestuur speelt tot slot soms een rol bij het functioneren van andere 
organen. Het bestuur is bijvoorbeeld bevoegd de algemene vergadering op te roe­
pen59 en voorziet de algemene vergadering60 en de raad van commissarissen61 van 
informatie. Het besturen houdt soms het uitvoeren van besluiten van een ander 
orgaan in. Hierboven kwamen aan de orde de bevoegdheid van de algemene ver­
gadering om de statuten te wijzigen en om instructies te geven. Het bestuur dient 
de besluiten van de algemene vergadering daartoe uit te voeren. 
De bestuursbevoegdheid is een collegiale. De bestuurders hebben (bij een 
meerhoofdig bestuur) de bestuursbevoegdheid samen. Dat betekent niet dat de 
werkzaamheden onderling niet verdeeld kunnen worden: bepaalde werkzaamhe­
den kunnen aan een bepaalde bestuurder worden opgedragen.62 De andere bestuur-
53 Art 3 15 jo 13 BW 
54 Art 2-129 en 239 BW 
55 Van Schilfgaarde 1998, ρ 137. 
56 Aldus paragraaf 9 van de inmiddels afgeschafte Departementale Richtlijnen 1986 
57 Asser-Maeijer 2-III, nr 291 
58 Vgl ook Commissie Corporate Governance 1996, ρ 20 
59 Art 2 109 en 219 BW. 
60 Art 2-107 en 217 BW. 
61 Art. 2.141 en 251 BW. 
62 Dat blijkt ook uit artikel 2 9 BW 
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ders blijven voor die werkzaamheden wel verantwoordelijk. De andere bestuur-
ders kunnen ook eisen dat over die werkzaamheden door alle bestuurders wordt 
besloten. 
De bestuursbevoegdheid is niet onbegrensd. De beperkingen van de bestuurs-
bevoegdheid zijn, zoals gezegd, van belang omdat ze net als de andere bevoegd-
heidsbeperkingen de grenzen bepalen van welke werkzaamheden wel en welke 
niet voor rekening van de vennootschap komen.63 
Ten eerste wordt de bestuursbevoegdheid begrensd door de wet, de goede 
zeden en de openbare orde.64 De term 'wet' verwijs in dat verband naar dwingend 
recht.65 
Ten tweede wordt de bestuursbevoegdheid begrensd door de statuten.66 De sta-
tuten beperken de bestuursbevoegdheid onder meer door de in de statuten opge-
nomen doelomschrijving. De doelomschrijving behelst, zoals gezegd, de door (en 
met) de vennootschap beoogde werkzaamheid. De vennootschap heeft bij over-
schrijding van het doel de mogelijkheid de bestuurder daar op aan te spreken.67 
Het handelen van het bestuur hoeft niet direct op verwezenlijking van het doel 
gericht te zijn: handelen dat accessoir is aan het statutaire doel valt binnen de 
bestuursbevoegdheid.68 
Ten derde beperken de redelijkheid en billijkheid de bestuursbevoegdheid. De 
rechtspersoon en degenen die bij haar organisatie betrokken zijn, zijn op basis van 
artikel 2:8 BW verplicht zich redelijk en billijk op te stellen. 
Tenslotte beperkt het belang van de vennootschap de bestuursbevoegdheid. De 
beperking is alleen voor de bevoegdheid van de raad van commissarissen in de wet 
vastgelegd69, maar dat neemt niet weg dat ook de bestuurders de beperking in hun 
achterhoofd moeten houden. De bestuurders moeten het belang van de vennoot-
schap als richtsnoer voor hun handelen nemen. 
Het belang van de vennootschap is door Maeijer70 omschreven als 'het belang 
dat de vennootschap heeft bij haar eigen gezonde bestaan, uitgroei en voortbe-
staan met het oog op het door haar te bereiken doeV. Het belang bestaat uit diver-
se deelbelangen71, bijvoorbeeld het belang van werknemers. Door die deelbelan-
gen af te wegen, ontstaat een rechtmatig en doelmatig beleid. Daarbij doet een 
rechtmatig beleid geen onevenredige afbreuk aan deelbelangen en betekent een 
doelmatig beleid dat bedrijfseconomisch de juiste beslissingen worden gemaakt. 
De continuïteit van de vennootschap is daarbij van belang.72 
63 Vgl · hoofdstuk 7 
64 Art 3 40 BW Via de schakelbepaling van art. 3 59 BW is art 3 40 BW buiten het vermogensrechi van over-
eenkomstige toepassing. 
65 Art 2 25 BW bepaalt dat van Boek 2 BW kan worden afgeweken voor zover de wet dat bepaalt 
66 Art 2.129 en 239 BW 
67 Art 2 7 BW 
68 Asser-Maeijer 2-1II, nr 291. 
69 Art. 2 140 en 250 BW 
70 Asser-Maeijer 2-III, nr 293. 
71 Maeijer is daar in mindere mate van overtuigd. Vgl.. Asser-Maeijer 2-1II, nr 293 en Van Schilfgaarde 1998, ρ 
26-27 
72 Van den Ingh 2002, ρ 15 
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De keerzijde van de grenzen van de bevoegdheid van de bestuurders is dat zij zelf-
standig zijn zolang zij die grenzen niet overschrijden. Het beginsel van bestuurs-
autonomie stamt uit het Forumbank-arrest73 en houdt in dat bestuurders (voorals-
nog)74 geen (concrete) instructies van andere organen hoeven op te volgen. 
4.4.2 Vertegen woordigen 
De tweede bevoegdheid van het bestuur betreft die om namens de vennootschap 
rechtshandelingen te verrichten, om de vennootschap te vertegenwoordigen dus. 
De vertegenwoordiging van de vennootschap door haar bestuur is een vorm 
van wettelijke vertegenwoordiging. De wet bepaalt namelijk wie, waartoe verte-
genwoordigingsbevoegd is. Dat is volgens de wet behalve het bestuur, de afzon-
derlijke bestuurder.75 De statuten kunnen bepalen dat bepaalde bestuurders niet 
zelfstandig bevoegd zijn.76 
De vertegenwoordigingsbevoegdheid van de bestuurders is onbeperkt en 
onvoorwaardelijk 'voor zover uit de wet niet anders voortvloeit'.77 De door de 
bestuurder verrichte rechtshandeling bindt de vennootschap bijna altijd. Dat is 
alleen anders als sprake is van een door de wet voorgeschreven of toegelaten 
beperking van de vertegenwoordigingsbevoegdheid. Op die beperking komt alleen 
de vennootschap een beroep toe. 
De wet schrijft verschillende beperkingen voor,78 zoals de beperking van de 
vertegenwoordigingsbevoegdheid van de bestuurder die een tegenstrijdig belang 
met de vennootschap heeft,79 en laat één beperking toe, te weten de 'twee-handte-
keningen-clausule'. Die beperking houdt in dat een bepaalde bestuurder niet of 
niet alleen bevoegd is. De beperking is optioneel en moet in de statuten vermeld 
worden.80 
4.5 Commissarissen 
De raad van commissarissen bezit op basis van Boek 2 BW twee voorname 
bevoegdheden.81 Ten eerste is de raad van commissarissen bevoegd om toezicht op 
het bestuur te houden en om het bestuur van advies te voorzien. Ten tweede is de 
raad (in beginsel) bevoegd de vennootschap te vertegenwoordigen wanneer de 
bestuurders een tegenstrijdig belang met de vennootschap hebben. 
73 HR 21 januan 1955, NJ 1959,43 (Forumbank) 
74 Aanhangig is het wetsvoorstel 'Wet vereenvoudiging en flexibilisering bv-recht', Kamerstukken II, 2006/2007, 
31 058, nr. 2, dat voorziet in de bevoegdheid van de algemene vergadering van de BV om (ook) concreie 
instructies aan het bestuur te geven 
75 Art. 2 130 en 240 lid 1 en 2 BW 
76 Art. 2.130 en 240 lid 2 BW. 
77 Art. 2130 en 240 lid 3 BW 
78 Vgl. Slagter 2005, ρ 89-91 
79 Vgl.· paragraaf 4 5 2. 
80 Art. 2.130 en 240 lid 2 en 4 BW 
81 Wanneer de rechtspersoon een structuurvennootschap is, is de instelling van een raad van commissarissen ver­
plicht en bezit de raad van commissarissen meer bevoegdheden. Voor een volledig overzicht van bevoegdhe­
den, vgl Slagter 2005, ρ 333-338 
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4.5.1 Toezicht houden 
Ten eerste is de raad van commissarissen bevoegd om 'toezicht te houden op het 
beleid van het bestuur en op de algemene gang van zaken in de vennootschap en 
de met haar verbonden onderneming'. De raad ontleent die bevoegdheid aan de 
artikelen 2:140 en 250 BW.82 
Toezicht op het beleid blijft volgens Maeijer83 niet beperkt tot toetsing achter-
af. Toezicht bestrijkt tevens het in de toekomst te voeren beleid. De artikelen 2:129 
en 239 lid 3 BW openen in dat verband de mogelijkheid om in de statuten te bepa-
len dat bepaalde bestuursbesluiten ter goedkeuring aan de raad van commissaris-
sen voorgelegd moeten worden.84 
Toezicht blijft niet beperkt tot toezicht op het beleid van het bestuur, maar 
bestrijkt ook de algemene gang van zaken in de vennootschap en de daarmee ver-
bonden onderneming. De raad houdt het functioneren, de kwaliteit en de conti-
nuïteit van het bestuur in de gaten. Toezicht betekent ook dat de raad van com-
missarissen het bestuur van advies mag (en moet) voorzien.85 
Ook de bevoegdheid van de raad van commissarissen is niet onbeperkt. Ten 
eerste beperken de wet, de goede zeden en openbare orde de bevoegdheid van de 
commissarissen.86 De bevoegdheid wordt daarnaast beperkt door de statuten en 
het daarin vervatte doel van de vennootschap.87 Ten derde beperken de redelijk-
heid en billijkheid van artikel 2:8 BW de bevoegdheid van de commissarissen. De 
artikelen 2:140 en 250 BW beperken die bevoegdheid door te bepalen dat ze zich 
moet richten naar het belang van de vennootschap. Tenslotte beperkt het beginsel 
van bestuursautonomie de bevoegdheid van de commissarissen.88 De bevoegdheid 
van de commissarissen om toezicht te houden op en advies te geven aan het 
bestuur betekent namelijk niet dat de raad (hiërarchisch) boven het bestuur staat.89 
4.5.2 Vertegenwoordigen 
De tweede bevoegdheid van de raad van commissarissen betreft die om de ven-
nootschap te vertegenwoordigen als een bestuurder een tegenstrijdig belang met 
de vennootschap heeft.90 Denk bijvoorbeeld aan het geval dat de bestuurder een 
overeenkomst met de vennootschap sluit.91 De artikelen 2:146 en 256 BW beogen 
82 Genoemde artikelen bepalen ook dat de statuten kunnen bepalen dat er een raad van commissanssen zal zijn 
83 Asser-Maeijer 2-III, nr 341 
84 Aan de raad van commissanssen van een structuurvennootschap moeten bepaalde bestuursbesluiten ter goed-
keunng voorgelegd worden, vgl art 2 164 en 274 BW 
85 Art 2 140 en 250 BW 
86 Art 3 59 jo 3 40 BW 
87 Art 2 140 en 250 BW 
88 HR 21 januan 1955, NJ 1959, 43 (Forumbank) 
89 Asser-Maeijer 2-III, nr 341 
90 Art 2 146 en 256 BW 
91 In dat geval is sprake van een zogenaamd 'formeel tegenstrijdig belang' In de rechtspraak is aanvaard dat de 
art 2 146 en 256 BW gelden in alle gevallen waann sprake is van een tegenstnjdig belang, vgl HR 3 mei 
2002, JOR 2002, 111 (Brandao) In HR 29 juni 2007, JOR 2007, 169 (Bruii) is die rechtspraak genuanceerd 
de art 2 146 en 256 BW gelden op grond van die uitspraak alleen indien, in het concrete geval, feitelijk spra-
ke is van een tegenstnjdig belang 
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in dat geval te voorkomen dat de bestuurder zich bij zijn handelen laat leiden door 
zijn eigen belang, terwijl het belang van de vennootschap zou moeten prevale-
ren.92 
De artikelen 2:146 en 256 BW staan volop in de belangstelling sinds de 
Mediasafe-arresten.93 De essentie van die arresten is volgens Blanco Fernandez 
dat de artikelen strekken 'tot bescherming van het belang van de vennootschap en 
dat die bescherming ten koste kan gaan van derden die met de vennootschap heb-
ben gehandeld. De Hoge Raad spreekt in dit verband over een evenwichtige afwe-
ging tussen het belang van de vennootschap en dat van de zekerheid van het 
rechtsverkeer'.94 De artikelen 2:146 en 256 BW vormen een door de wet voorge-
schreven beperking van de vertegenwoordigingsbevoegdheid van de bestuurder 
die alleen door de vennootschap kan worden ingeroepen.95 
De Hoge Raad heeft nâ de Mediasafe-arresten, in het Bruil-arrest, meer 
gewicht aan het belang van de zekerheid van het rechtsverkeer toegekend door te 
oordelen dat de artikelen 2:146 en 256 BW alleen van toepassing zijn als feitelijk 
sprake is van een tegenstrijdig belang.96 
De rechtspraak van de Hoge Raad is voor het ministerie van Justitie (een) aan-
leiding geweest om een voorontwerp voor een wet op te stellen die (onder ande-
re) voorziet in aanpassing van de artikelen 2:146 en 256 BW.97 
De raad neemt van de bestuurder alleen de bevoegdheid om te vertegenwoordigen 
over: de bestuurder blijft beslissingsbevoegd wat de bevoegdheid om te besturen 
betreft.98 Denkbaar is dus dat de bestuurder een besluit moet nemen voordat de 
commissarissen de bijbehorende rechtshandelingen kunnen verrichten.99 
De raad van commissarissen hoeft de vertegenwoordigingsbevoegdheid niet 
over te nemen. De statuten mogen de raad die bevoegdheid ontnemen. De 
bevoegdheid mag de raad ook ontnomen worden door een (uitdrukkelijk100) besluit 
van de algemene vergadering. De algemene vergadering is immers steeds bevoegd 
een of meer andere personen als vertegenwoordiger aan te wijzen. De enig aan-
deelhouder kan ook zichzelf aanwijzen.101 Volgens de rechtbank Haarlem kan 
zelfs de bestuurder worden aangewezen die het tegenstrijdig belang met de ven-
nootschap heeft.102 
92 Asser-Maeijer 2-III, nr. 295 
93 HR 22 maart 1996, NJ 1996, 568 (Mediasafe I), HR 11 september 1998, NJ 1999, 171 (Mediasafe II) 
94 Blanco Fernandez 2008, ρ 417. 
95 Vgl · Slagler2005, ρ 89-90, Van Schilfgaarde 1998, nr 56 en, na HR 11 september 1999, NJ 171 (Mediasafe 
II) ook' Asser-Maeijer 2-III, nr 296 
96 HR 29 juni 2007, JOR 2007, 169 (Bmil) 
97 Ministerie van Justitie, 'Wijziging van Boek 2 van het Burgerlijk Wetboek in verband met de aanpassing van 
regels over bestuur en toezicht in naamloze en besloten vennootschappen', maart 2008 Het voorontwerp van 
wet betreft een uitwerking van de Nola 'Modernisering ondernemingsrecht', Kamerslukken tl, 2004/05, 25 752, 
nr. 2 Vgl over het voorontwerp Assink 2008 en Blanco Fernandez 2008. 
98 Asser-Maeijer 2-III, nr 295, Van Schilfgaarde 1998, nr 69, anders. Blanco Fernandez, De Raad van 
Commissarissen bij NV en BK Deventer· Kluwer 1993, ρ 36 en Blanco Fernandez 2008, ρ 419 
99 Vgl : HR 5 november 1954, NJ 1956, 321 (Tractor-Ritz-Lounge) 
100 HR 9 juh 2004, JOR 2004, 266 (Duplicado) 
101 HR 31 Oktober 1951, NJ 1952, 67. 
102 Rb Haarlem 14 januan 1947, NJ 1948,289, anders Slagter 2005, ρ 144, m.n. noot 18 In het geval die bestuur­
der in de Statuten is aangewezen, lijkt in dat geval, ingevolge HR 21 maart 2008, JOR 2008, 124 (Pinakel) geen 
uitdrukkelijk besluit van de algemene vergadering vereist 
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4.6 Functionarissen, ondergeschikten en niet ondergeschikten 
Ik heb hiervoor in grote lijnen besproken hoe Boek 2 BW bepaalde werkzaamhe-
den verdeeld over bepaalde bij de vennootschap betrokken personen. De vennoot-
schap is vrij in de verdeling van de overige werkzaamheden. Ik bespreek die ver-
deling hierna. 
Ik verdeel de bij de vennootschap betrokken personen die de overige werk-
zaamheden verrichten in drie categorieën. Ik heb die categorieën aan het vermo-
gensrecht ontleend dat, zoals we in hoofdstuk 7 zullen zien, bepaalt wanneer de 
niet door Boek 2 BW verdeelde werkzaamheden voor rekening van de vennoot-
schap zijn. 
Ten eerste onderscheidt het vermogensrecht de figuur van de functionaris. De 
figuur is ontwikkeld in de doctrine.103 De functionaris vervult zijn werkzaamhe-
den voor de vennootschap (min of meer) zelfstandig. De persoon die een functie 
in een orgaan van de vennootschap bekleedt, is in ieder geval functionaris.m Denk 
aan de bestuurder of de commissaris. De doctrine merkt daarnaast andere perso-
nen met zelfstandigheid als functionaris aan. Denk aan de filiaalhouder en de 
afdelingschef.105 
De functionaris is vaak ondergeschikte van de vennootschap.106 De onderge-
schikte verricht de werkzaamheden in dienst van de vennootschap.107 Dat wil zeg-
gen dat de vennootschap zeggenschap over zijn werkzaamheden heeft en dat de 
ondergeschikte onder haar leiding en aanwijzing handelt.108 De ondergeschikte 
heeft meestal een arbeidsovereenkomst met de vennootschap109, maar dat hoeft 
niet zo te zijn. Denk aan de ondergeschikte die uitzendkracht110 of stagiair is. 
Behalve door functionarissen en/of ondergeschikten worden de werkzaamhe-
den van de vennootschap verricht door niet ondergeschikten. De niet onderge-
schikte verricht werkzaamheden in opdracht van de vennootschap zonder aan de 
vennootschap ondergeschikt te zijn.1" De niet ondergeschikte heeft meestal een 
overeenkomst van opdracht met de vennootschap.112 
103 Vgl : Asser-Van der Gnnlen-Maeijer 2-II, nr 168 en noot Brunner onder HR 6 apnl 1979, NJ 1980, 34 
(Kleuterschool Babbel) 
104 Vgl. HR 10 juni 1955, NJ 1955, 552 (Het Noorden-Noord Hollandse), Van Schilfgaarde 1998, ρ 180 en Asser-
Van der Gnnten-Maeijer 2-11, nr. 113 
105 Hijma en Olthof 1996, ρ 288 en Van Schilfgaarde 1998, ρ 180 
106 HR 4 november 1988, NJ 1989, 244, vgl Asser-Hartkamp 4-III, nr. 140-141 
107 Art. 6170 BW 
108 HR 28 december 1894, W 7383 en HR 22 mei 1903, W 7927, vgl Asser-Hartkamp 4-III, nr 139 
109 Art 7 610 e.V. BW 
110 Art 7 690e.v BW. 
UI Art. 6:171 BW 
112 Art. 7-400 e ν BW 
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4.6. l Feitelijk handelen 
De functionaris en/of de (niet) ondergeschikte verricht de feitelijke werkzaamhe-
den van de vennootschap. De vennootschap is (als fictie van het recht"3) namelijk 
niet in staat feitelijk te handelen. De vennootschap handelt (dus) door tussenkomst 
van functionarissen en/of (niet) ondergeschikten. 
De overeenkomst die de functionaris en/of de (niet) ondergeschikte met de 
vennootschap heeft, omschrijft de werkzaamheden van die functionaris en/of 
(niet) ondergeschikte. De overeenkomst bepaalt (dus) welke feitelijke handelingen 
de functionaris en/of ondergeschikte mag (en moet) verrichten. 
4.6.2 Vertegenwoordigen 
Behalve feitelijke werkzaamheden, verricht de functionaris en/of de (niet) onder-
geschikte rechtshandelingen voor de vennootschap. De functionaris en/of de (niet) 
ondergeschikte ontleent de bevoegdheid om te vertegenwoordigen aan de wet, de 
statuten of aan een volmacht of een last. 
De functionaris en/of ondergeschikte die bestuurder is, ontleent de bevoegdheid 
om te vertegenwoordigen, zoals gezegd"4, aan de artikelen 2:130 en 240 BW. De 
artikelen 2:130 en 240 lid 4 BW maken het mogelijk die bevoegdheid in de statu-
ten aan een andere functionaris en/of ondergeschikte te kennen. Die andere func-
tionaris of ondergeschikte noemt men doorgaans procuratiehouder of adjunct-
directeur."5 
De bevoegdheid om te vertegenwoordigen die voortvloeit uit de statuten is ver-
gelijkbaar met de vertegenwoordigingsbevoegdheid die voortvloeit uit een door-
lopende volmacht."6 Ook de doorlopend gevolmachtigde noemt men doorgaans 
procuratiehouder of adjunct-directeur."7 De doorlopende volmacht vloeit evenwel 
niet voort uit de statuten. 
De statutaire bevoegdheid om te vertegenwoordigen en de bevoegdheid om te 
vertegenwoordigen op grond van volmacht verschillen van de wettelijke bevoegd-
heid om te vertegenwoordigen. De statutaire bevoegdheid en de bevoegdheid op 
grond van volmacht worden begrensd door de inhoud van de statuten of van de 
volmacht"8, terwijl de wettelijke bevoegdheid om te vertegenwoordigen onbe-
perkt en onvoorwaardelijk is voor zover uit de wet niet anders voortvloeit."9 
113 Von Savigny, vgl Asser-Van der Gnnten-Maeijer 2-11, nr 1 
114 Vgl paragraaf 4 4 
115 Van Schilfgaarde 1998, nr 55 
116 Art. 3 62 BW 
117 Van Schilfgaarde 1998, nr 55 
118 Art 3 62 1id 1 BW 
119 Aangenomen wordt dan ook dat de bestuurder geen statutaire of doorlopende volmacht kan toekomen dat zou 
art. 2:230 en 240 lid 3 BW ondermijnen De bestuurder kan wel een incidentele volmacht toekomen Vgl · Van 
Schilfgaarde 1998, nr 55 
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De functionaris en/of de (niet) ondergeschikte die geen bestuurder is, ontleent de 
bevoegdheid om de vennootschap te vertegenwoordigen doorgaans aan een vol­
macht. 
Artikel 3:60 omschrijft de volmacht als 'de bevoegdheid die een volmachtge­
ver verleent aan een ander, de gevolmachtigde, om in zijn naam rechtshandelin­
gen te verrichten',120 De volmacht kan aan een ieder verleend worden. De vol­
macht bepaalt wie in welke mate vertegenwoordigingsbevoegd is. De zinsnede 'in 
naam van' heeft een ruime strekking. De baliemedewerker van het bankconcern 
hoeft klanten niet te melden namens welke rechtspersoon van het bankconcern hij 
handelt. De naam van de vennootschap hoeft niet uitdrukkelijk te worden 
genoemd. 
Artikel 3:61 BW bepaalt hoe de volmacht verleend moet worden, te weten 
door een eenzijdige rechtshandeling die door de vennootschap wordt verricht. Aan 
die rechtshandeling worden geen vormvereisten gesteld. De volmacht kan (dus) 
uitdrukkelijk verleend worden, maar ook stilzwijgend. Voorbeeld van een stil­
zwijgende volmachtverlening is de aanstelling van winkelpersoneel.121 
De functionaris en/of de ondergeschikte vertegenwoordigt de vennootschap 
doorgaans op grond van een volmacht. De niet ondergeschikte doet dat doorgaans 
op grond van een last. De last is de overeenkomst van opdracht122 waarbij de ene 
partij zich verplicht om voor rekening123 van de ander een of meer rechtshande­
lingen te verrichten.124 De afdeling in Boek 7 BW over de overeenkomst van 
opdracht125 en die in Boek 3 BW over volmacht126 zijn naast de afdeling in Boek 
7 BW over lastgeving127 (tenzij de wet anders bepaalt) van overeenkomstige toe­
passing. 
Tot zover de verdeling van de werkzaamheden tussen de personen die tot ven­
nootschap behoren. De verdeling is, zoals gezegd, van (wezenlijk) belang vanwe­
ge het feit dat de vennootschap zelfstandig deelneemt aan het rechtsverkeer en 
voorts vanwege het feit dat de vennootschap feitelijk niet tot handelen in staat is. 
De verdeling van de werkzaamheden bepaalt, zoals we in hoofdstuk 7 zullen zien, 
of (de gevolgen van) bepaalde werkzaamheden voor rekening van de vennoot­
schap zijn of voor rekening van de persoon die de werkzaamheden feitelijk ver­
richtte. 
120 Het in ontvangst nemen van een verklaring inbegrepen, vgl art 3 60 lid 2 BW. 
121 HijmaenOlthoN996, ρ 49 
122 Vgl art 7 400 e ν BW 
123 De lasthebber handelt niet per definitie in naam van de rechtspersoon 
124 Art 7:414 BW 
125 Art 7-424 BW. 
126 Art 3 79 BW 
127 Art 7 414^24 BW 
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4.7 Economische eenheid 
Terug naar de definitie van 'groep' als 'economische eenheid waarin rechtsperso­
nen en vennootschappen organisatorisch zijn verbonden'.128 Tweede vereiste in 
die definitie is dat de groep van vennootschappen een 'economische eenheid' 

























Het vereiste van economische eenheid is ontleend aan het jaarrekeningenrecht. 
Het beoogt uit te drukken dat of over een eenheid van rechtspersonen en vennoot­
schappen financieel verslag wordt uitgebracht, door economische en niet door 
juridische factoren wordt bepaald.129 Te denken is aan factoren als: complementa­
riteit van economische activiteiten, gemeenschappelijkheid van financieel en eco­
nomisch beleid en beheer; fiscale verbondenheid en aansprakelijkheidsstellingen 
over en weer.
130
 Het vereiste heeft dezelfde betekenis in de definitie van de 
'groep'. Het ontbreken van complementariteit van activiteiten vormt dus een 
belangrijke aanwijzing dat geen sprake is van een groep als bedoeld in artikel 
2:24b BW. Het is mogelijk dat dan sprake is van een conglomeraat, een samenstel 
128 Art 2 24b BW 
129 Van Achlerberg 1989, ρ 77-78 
130 Raad voor de jaarverslaggeving 1998 
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van rechtspersonen en vennootschappen dat uiteenlopende activiteiten in ver-
schillende markten en branches ontplooit.'31 
Toetsing van het bank- en het olieconcern van hoofdstuk 2 aan het vereiste van 
economische eenheid, leidt tot de conclusie dat beide concerns een economische 
eenheid vormen. Bij beide concerns is sprake van verwantschap van activiteiten. 
Bancaire en verzekeringsproducten horen thuis in de financiële sector, terwijl olie 
en gas thuis horen op de grondstoffenmarkt. 
4.8 Organisatorische verbondenheid 
De derde eis die de definitie van artikel 2:24b BW aan de groep stelt, is dat de 
rechtspersonen en vennootschappen die een economische eenheid vormen, orga-
nisatorisch verbonden zijn. 
De organisatorische verbondenheid bestaat in de eerste plaats tussen een moe-
der- en een dochtermaatschappij. De 'dochtermaatschappij' wordt in artikel 2:24a 
BW gedefinieerd als een rechtspersoon of vennootschap waarover een andere 
rechtspersoon, de 'moedermaatschappij', door stemrechten of door rechten tot 
benoeming of ontslag van bestuurders of commissarissen, zeggenschap kan uitoe-
fenen. 
De dochtermaatschappij kan een contractuele vennootschap of een buiten-
landse vennootschap zijn.132 Ik ga er in mijn onderzoek, zoals gezegd, vanuit dat 
de groep bestaat uit naar Nederlands recht opgerichte naamloze en/of besloten 
vennootschappen. Ik ga er dus vanuit dat de dochter- en de moedermaatschappij 
een naar Nederlands recht opgerichte naamloze of besloten vennootschap zijn. 
4.8.1 Stemrechten 
De moedermaatschappij heeft zeggenschap als zij meer dan de helft van het aan-
tal stemrechten in de algemene vergadering van de dochter heeft. 
Doorgaans heeft de moedermaatschappij die meer dan de helft van de aande-
len in de dochter heeft, zeggenschap, maar dat hoeft niet zo te zijn. De moeder-
maatschappij die meer dan de helft van de aandelen in de dochter heeft, ontbeert 
bijvoorbeeld zeggenschap als het aantal stemmen dat zij uit mag brengen door de 
statuten is beperkt.133 
Omgekeerd is denkbaar dat moedermaatschappij die minder dan de helft van 
de aandelen in de dochter heeft zeggenschap heeft. De moedermaatschappij mag 
de stemmen die een dochter in een 'kleindochter' heeft namelijk meetellen bij 
131 Bartman en Dorresteijn 2006, ρ 6 
132 Vgl art 2 24a lid 2 BW en Bartman en Dorreslein 2006, ρ 38. 
133 Art 2118 en 228 BW Andere vormen van oligarchische regelingen zijn. uitgeven van pnonteitsaandelen (pn-
onteitsaandeelhouders hebben bijzondere stemrechten), certificeren van aandelen (administratiekantoor heeft 
stemrecht, certificaathouders met) en toepassen structuurregime (aandeelhouders verliezen zeggenschap ten 
koste van de raad van commissarissen). Vgl voor toerekening van aan aandelen verbonden rechten art 2 24a 
BW 
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berekening van het aantal stemmen dat zij zelf in die kleindochter heeft.'34 
Voorbeeld: moedermaatschappij A heeft zestig procent van de stemrechten in 
dochter Β. Β heeft zestig procent van het aantal stemrechten in C. A heeft geen 
stemrechten in C. Toch is C een (klein)dochter van A in de zin van artikel 2:24a 
BW: de stemrechten die A via dochter Β in C heeft, tellen namelijk (ook) als stem­
rechten van A. 
Denkbaar is tenslotte dat de moedermaatschappij door stemovereenkomsten 
met andere aandeelhouders zeggenschap in de dochter heeft zonder meer dan de 
helft van de aandelen in de dochter te hebben.135 De stemovereenkomst verplicht 
de aandeelhouder om op een bepaalde manier te stemmen. Dat is in beginsel 
geoorloofd.136 De moedermaatschappij raakt haar dochter niet kwijt als de aan­
deelhouder niet conform de stemovereenkomst stemt.137 Dat is alleen het geval 
wanneer de stemovereenkomst ontbonden of vernietigd wordt. De stemrechten die 
een dochtermaatschappij op grond van de stemovereenkomst bezit, worden weer 
meegerekend bij vaststelling van het aantal stemrechten van de moeder. 
4.8.2 Rechten benoemen en ontslaan bestuurders 
De moedermaatschappij heeft ook zeggenschap over de dochter als zij in staat is 
om meer dan de helft van de bestuurders of commissarissen bij de dochter te 
benoemen ofte ontslaan.138 De moedermaatschappij moet daar (ook) toe in staat 
zijn als alle stemgerechtigden stemmen. De mogelijkheid om te benoemen of te 
ontslaan doordat bepaalde stemgerechtigden afwezig zijn, is dus niet voldoende.'39 
De bevoegdheid om bestuurders of commissarissen te benoemen of te ontslaan 
vloeit doorgaans voort uit een stemmenmeerderheid in de algemene vergadering 
en/of een meerderheidsdeelneming in het kapitaal.140 De bevoegdheid heeft dan 
geen zelfstandige betekenis. Denkbaar is evenwel dat de moedermaatschappij 
geen aandelenmeerderheid heeft, maar via een overeenkomst in staat is meer dan 
de helft van de bestuurders of commissarissen te benoemen of te ontslaan. Die 
mogelijkheid biedt een uitkomst bij 50-50 joint ventures141: overeengekomen 
134 Art 2 24a lid 1 sub a BW 
135 Art 2 24a lid 1 sub a BW 
136 Vgl HR 30 juni 1944, NJ 1944, 465 (Wennex), waann de Hoge Raad uitmaakt dat de slemovereenkomst op 
zichzelf met in stnjd met de wet of goede zeden is De stemovereenkomst laat het vennootschapsrechtelijk 
stemrecht onaangetast Dat betekent dat wanneer de aandeelhouder in stnjd met zijn contractuele verplichting 
stemt, zijn stem geldig is 
137 Bartman en Dorresteijn 2006, ρ 41 
138 Art 2 24a lid I sub b BW 
139 Asser-Maeijer 2-I1I, nr 610 
140 Ex art 2 132 lid 1 jo 134 lid 1 BW is de algemene vergadering in beginsel bevoegd tot benoeming en ontslag 
van het bestuur 
141 Een joint venture is 'een vennootschap waann voor tenminste de helft van het geplaatste kapitaal volgens een 
onderlinge regeling tot samenwerking wordt deelgenomen door twee of meer rechtspersonen ( ) \ aldus art 
2 153 en 263 lid 3 BW In een 50-50 joint venture nemen twee rechtspersonen deel ieder voor de helft 
Daardoor kan een 50-50 joint venture in beginsel geen dochtermaatschappij zijn en met tol een groep behoren, 
Van Schilfgaarde 1998, ρ 43 De regeling van art 2 24a lid 1 sub b BW maakt het mogelijk dat een 50-50 joint 
venture dochtermaatschappij is en tol een groep behoort 
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wordt dat de ene vennootschap in de joint venture meer dan de helft van de 
bestuurders kan ontslaan, terwijl de andere vennootschap de helft van de com-
missarissen kan wegsturen. De beide vennootschappen worden daardoor moeder-
maatschappij van de joint venture. 
4.8.3 Overeenkomsten 
Ook buiten een moeder- dochterverhouding is organisatorische verbondenheid 
denkbaar. Organisatorische verbondenheid berust dan niet op stemrechten of rech-
ten tot benoeming of ontslag van bestuurders of commissarissen, maar op een 
overeenkomst. 
Ten eerste is denkbaar de overeenkomst die een 'personele unie' creëert. Die 
overeenkomst bewerkstelligt dat de bestuurder van de ene vennootschap ook 
bestuurder bij de andere vennootschap is en vice versa. 
Ten tweede vloeit organisatorische verbondenheid voort uit de egalisatie- en de 
poolovereenkomst.142 De egalisatieovereenkomst egaliseert de winstuitkering aan 
de aandeelhouders van verschillende vennootschappen. De poolovereenkomst 
voegt de winst van verschillende vennootschappen samen om die daarna volgens 
een bepaalde verdeelsleutel uit te keren. 
De personele unie, de egalisatie- en de poolovereenkomst verbinden vennoot-
schappen op basis van nevenschikking. Denk aan het olieconcern uit hoofdstuk 2 
dat uit twee hoofdkantoren bestaat: een Brits en een Nederlands. Doorgaans wor-
den dergelijke overeenkomsten versterkt met statutaire regelingen en/of deelne-
mingen van vijftig procent en minder.143 
4.8.4 Centrale leiding 
Het vierde en laatste vereiste dat aan de groep gesteld wordt, is in artikel 2:24b 
BW niet te vinden. Het vereiste van organisatorische verbondenheid bergt het in 
zich.144 Het betreft het vereiste dat over de organisatorisch verbonden vennoot-
schappen die een economische eenheid vormen, centrale leiding wordt uitgeoe-
fend (figuur 12). 
142 Vgl Honeé(e.a.) 1991, ρ 7. 
143 Ari 2 24c lid 1 BW bepaalt dat een rechtspersoon een deelneming heeft in een rechtspersoon als hij aan die 
rechtspersoon kapitaal verschaft of doet verschaffen 'teneinde met die rechtspersoon duurzaam verbonden te 
zijn ten dienste van de eigen werkzaamheid' 
144 Bartman en Dorresteijn 2006, ρ 30-31 

























Het vereiste houdt in dat de voor organisatorische verbondenheid vereiste zeg­
genschap van bovenaf, centraal, wordt uitgeoefend. Het betekent niet noodzake­
lijkerwijs dat de leiding bij één vennootschap berust. Het is mogelijk vanuit een 
meervoudige top centrale leiding uit te oefenen.145 Het olieconcern vormt daar een 
voorbeeld van. 
Hoewel centrale leiding een juridische basis moet hebben, is het ook van fei-
telijke factoren afhankelijk of sprake is van centrale leiding. Van Rooij146 noemt 
als voorbeeld het bestaan van een beleid waarbij dochters vooraf toestemming 
moeten vragen in plaats van een beleid dat dochters veel besluiten zelfstandig 
mogen nemen. Verder noemt Van Rooij het gebruikmaken van hetzelfde pand of 
dezelfde dienstverleners; het aangesloten zijn op één communicatienetwerk en het 
onderling uitwisselen van werknemers. Van Achterberg147 noemt de interne orga-
nisatie als belangrijkste feitelijke factor die bepaalt of sprake is van centrale lei-
ding.148 
Centrale leiding vereist dat zeggenschap daadwerkelijk uitgeoefend wordt. Van 
feitelijke factoren hangt af of dat het geval is. Volgens Van Achterberg149 is een 
centraal planning- en controlesysteem de belangrijkste aanwijzing dat sprake is 
145 Dit blijkt onder meer uit art 2:406 lid 1 BW 
146 Van Rooij 1990, p. 187-189 
147 Van Achterberg 1989, ρ 42 
148 Vgl paragraaf 3 2 
149 Van Achterberg 1989, ρ 82 
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van centrale leiding. Volgens Maeijer150 is dat het voeren van een gemeenschap-
pelijke strategie, op basis waarvan het beleid van ondergeschikte vennootschap-
pen wordt gepland, gecoördineerd en gecontroleerd. Volgens de Raad voor de jaar-
verslaggeving is voor het antwoord op de vraag of sprake is van centrale leiding 
doorslaggevend of een bepaalde vennootschap 'feitelijk beleidsbepalend' is in een 
andere vennootschap.151 
De eis dat centrale leiding daadwerkelijk wordt uitgeoefend, betekent dat een 
moeder- en dochtermaatschappij in de zin van artikel 2:24a BW niet altijd een 
groep vormen. De moedermaatschappij moet zeggenschap kunnen uitoefenen. De 
moeder hoeft dat niet daadwerkelijk te doen. De moeder moet dat wel daadwer-
kelijk doen, wil sprake zijn van centrale leiding. De vennootschap die centrale lei-
ding heeft, dient namelijk daadwerkelijk zeggenschap uit te oefenen. 
Ik ga er hierna van uit dat de moedermaatschappij altijd centrale leiding over 
haar dochters uitoefent. Ik ga er dus van uit dat de moeder en haar dochter(s) altijd 
een groep als bedoeld in artikel 2:24b BW vormen. 
Centrale leiding vereist (tenslotte) dat zeggenschap doorgezet kan worden, zo 
nodig tegen de wil van de dochter(s) in.152 Dat wil zeggen dat de zeggenschap 
beslissend, juridisch afdwingbaar, dient te zijn. De zeggenschap van de moeder 
die meer dan de helft van de aandelen in de dochter bezit, is in die zin doorgaans 
beslissend. Dat aandelenbezit gaat doorgaans gepaard met bezit van meer dan de 
helft van de stemrechten in de algemene vergadering van de dochter.153 Dat brengt 
doorgaans de bevoegdheid mee om meer dan de helft van de bestuurders of com-
missarissen te benoemen ofte ontslaan.154 De zeggenschap van de 'moeder' die 
voor vijftig procent of minder in de 'dochter' deelneemt, is doorgaans niet beslis-
send. Dat is anders als die deelneming met bijzondere rechten wordt versterkt. 
Denkbaar is bijvoorbeeld dat het stemrecht van de meerderheidsaandeelhouder in 
de statuten is beperkt.155 
De verdeling van de werkzaamheden over de organen van de moeder en de doch-
ter is in beginsel dezelfde als de verdeling over de organen van vennootschappen 
die geen moeder of dochter zijn en die ik hiervoor, in grote lijnen, heb besproken.156 
De leiding die de moeder als aandeelhoudster in de dochter over die dochter heeft, 
brengt wel verschuivingen teweeg in de verdeling van de werkzaamheden van de 
organen van de moeder en de dochter(s). Die verschuivingen zijn van belang voor 
het antwoord op de vraag welke werkzaamheden voor rekening van de ene of van 
de andere vennootschap zijn. 
150 Asser-Maeijer 2-III, nr 608 
151 Raad voor de jaarverslaggeving 1998 
152 Asser-Maeijer 2-111, nr 608 
153 Maar dat hoeft niet zo te zijn, vgl bijvoorbeeld art 2 118 en 228 BW op grond waarvan stemrechtbeperkm-
gen in de statuten zijn toegestaan Daarnaast is aan sommige aandelen geen stemrecht verbonden, bijvoorbeeld 
niet aan eigen aandelen 
154 Maar ook dat hoeft met zo te zijn, zie bijvoorbeeld art. 2.132 jo 134 en 242 jo 244 BW waann de bevoegdheid 
tot benoeming en ontslag in een stnictuurvennootschap aan de raad van commissarissen toekomt Mogelijk is 
ook om in de statuten te bepalen dat het ontslag een gekwalificeerde meerderheid van stemmen in de algeme-
ne vergadering vereist 
155 Art 2-118 en 228 BW 
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De eerste bevoegdheid die verschuift, is de statutaire bevoegdheid van de algeme-
ne vergadering van aandeelhouders om het bestuur te instrueren.157 De moeder 
bezit als aandeelhoudster in de dochter (doorgaans) de bevoegdheid de bestuur-
ders van de dochter te ontslaan. Die bevoegdheid maakt de bestuurders van de 
dochter feitelijk van de moeder afhankelijk. Die afhankelijkheid stelt de moeder 
in staat om de bestuurders van de dochter te instrueren.158 Die afhankelijkheid 
maakt de statutaire bevoegdheid van de moeder als aandeelhoudster, overbodig.159 
De feitelijke afhankelijkheid van de bestuurders van de dochter vormt een beper-
king van de bevoegdheid van de bestuurders. De autonomie van het bestuur van 
dochter wordt afgezwakt, niet opzijgezet.160 
De bevoegdheid van het bestuur om te besturen en van de raad van commis-
sarissen om toezicht te houden161, verschuift in de groep zowel voor de moeder als 
voor de dochter. Dat komt doordat één van de beperkingen van die bevoegdheden, 
te weten het belang van de vennootschap, verandert door de centrale leiding die 
de moeder over de dochter(s) uitoefent.162 
De verandering die het belang van de moeder ondergaat, is aan de orde in de 
Ogem-beschikking. De Hoge Raad oordeelt in die beschikking dat de bestuurders 
van de moeder niet alleen op de belangen van de moeder moeten letten, maar ook 
op die van de dochters.163 De belangen van de dochters vorderden in casu dat de 
bestuurders van de moeder ingrepen, toen de dochters hen onvoldoende inlichtin-
gen verschaften. De dochters zouden zich anders aan de leiding door de moeder 
kunnen onttrekken. Ook subholdings moeten de belangen van de dochter in de 
gaten houden. Dat volgt uit de uitspraak van de rechtbank Breda in de zaak Van 
Gils.164 
De verandering van het belang van de dochter, en van de bevoegdheid van het 
bestuur van de dochter, is aan de orde in de Batco-beschikking.165 De Onder-
nemingskamer van het Hof Amsterdam oordeelt in die beschikking dat ook het 
bestuur van de dochter het concernbelang mee moet wegen. Het dochterbestuur 
moet er daarbij wel voor waken dat het belang van de dochter niet in de verdruk-
king komt. De bestuursautonomie bij de dochter wordt binnen groepen van ven-
nootschappen, zoals gezegd, afgezwakt, niet opzijgezet.166 
De bevoegdheid van de commissarissen om toezicht te houden167 verschuift 
volgens Van Schilfgaarde in de groep op dezelfde wijze als de bevoegdheid van de 
bestuurders om te besturen.168 Ook de bevoegdheid van de commissarissen wordt 
156 Vgl paragraaf4 2-4 6 
157 Vgl paragraaf 4 3 3 
158 HR 10 januan 1990, NJ 1990, 466 (Ogem) 
159 Vgl Asser-Maeijer 2-III, nr 619 
160 Asser-Maeijer 2-111, nr 617 
161 Vgl paragraaf 4 4 1 en 4 5 I 
162 Asser-Maeijer 2-III, nr 616 
163 HR 10 januan 1990, NJ 1990, 466 (Ogem), r o 9 2 
164 Rb Breda 10 juli 1997, JOR 1997, 95 (Van Gils) 
165 OK 21 juni 1979, NJ 1980, 71 (Batco) 
166 Vgl Asser-Maeijer 2-III, nr 616, onder verwijzing van OK 23 juni 1983, NJ 1984, 571 (Hyster) en HR 11 juli 
1984, NJ 1985, 212 (Howson Algraphy) 
167 Vgl paragraaf 4 5 1 
168 Art 2 140 en 250 lid 2 BW, Van Schilfgaarde 1998, ρ 206-207 
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namelijk door het belang van de vennootschap begrensd. Dat belang omvat bij de 
vennootschap die moeder of dochter is meer dan bij de vennootschap die dat niet 
is. De commissarissen van de moeder moeten toezicht houden op de groep als 
geheel. De commissarissen van de dochter moeten het belang van de groep bij het 
houden van toezicht meewegen. 
De leiding die de moeder als aandeelhoudster in de dochter over de dochter heeft, 
brengt hooguit indirect verschuivingen teweeg in de verdeling van de overige 
werkzaamheden van de vennootschap (dus, van de werkzaamheden die niet door 
Boek 2 BW verdeeld worden). 
Die werkzaamheden worden contractueel verdeeld.169 De vraag voor welke 
vennootschap degene (de functionaris en/of (niet) ondergeschikte) die de werk-
zaamheden verricht, werkzaam is, is soms lastig te beantwoorden. Denkbaar is dat 
diegene een overeenkomst met de ene vennootschap heeft, terwijl hij de werk-
zaamheden voor een andere vennootschap verricht. De vraag is dan of diegene 
aangemerkt moet worden als de (niet) ondergeschikte van de vennootschap tot wie 
hij in een contractuele verhouding staat of van de vennootschap onder wiens lei-
ding en toezicht hij de werkzaamheden verricht. 
De contractant werkt in dienst (of opdracht) van de vennootschap met wie hij 
de arbeidsovereenkomst of overeenkomst van opdracht heeft. Dat maakt de con-
tractant de (niet) ondergeschikte van die vennootschap. Dat is anders als die ven-
nootschap, ondanks de overeenkomst, over de gedragingen van de contractant 
geen (enkele) zeggenschap heeft. De omstandigheden van het geval (de overeen-
komst inbegrepen) zijn (dus) van belang.170 
4.9 Het bankconcern en het olieconcern 
Ter verduidelijking pas ik het voorgaande toe op de twee specifieke organisaties 
van het bankconcern en het olieconcern uit het hoofdstuk 2. 
4.9.1 Het banL·oncem 
Binnen het bankconcern bewerkstelligen meerderheidsdeelnemingen de voor de 
organisatorische verbondenheid vereiste centrale leiding als volgt. 
Het beursgenoteerde Bank NV staat bovenaan het bankconcern. Bank NV 
bezit de aandelen van Holding NV (figuur 13). 
Binnen het verzekeringsbedrijf mogen op grond van de wet geen risicodra-
gende nevenactiviteiten worden ontplooid.171 Binnen het bankconcern zijn de ver-
zekeringsactiviteiten om die reden ondergebracht in vennootschappen die los 
169 Vgl paragraaf 4 6 
170 Asser-Hartkamp 4-III, nr 141, art 6 6-7 BW 
171 Wet toezicht verzekenngsbednj f 1993 en Wet toezicht natura uitvaartverzekenngsbednjf 1996 
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staan van de bancaire activiteiten. De subholding voor de bancaire poot van het 
bankconcern is Bankieren NV en de subholding voor de verzekeringspoot is 
Verzekeren NV Holding NV bezit van beide subholdings alle aandelen. Holding 
NV bezit bovendien alle aandelen van Services BV. 
Binnen de verzekeringspoot van het bankconcern wordt (omwille van de wet) 
onderscheiden tussen het levens- en het schadeverzekeringsbedrijf. Onder de sub-
holding Verzekeren NV 'hangen' om die reden afzonderlijke vennootschappen 
voor het levens- en het schadeverzekeringsbedrijf. Onder Schade NV en Leven 
NV ressorteren filialen ('branches') die in diverse landen staan. 
Binnen de bancaire poot van het bankconcern bezit Bank NV alle aandelen in 
de NV Particulieren en Retail en de NV Wholesale. Onder de NV Particulieren en 
Retail 'hangen' vennootschappen die bestaan uit één of meer (niet rechtspersoon-
lijkheid bezittende) filialen. Onder de NV Wholesale hangen de vennootschappen 
die de wholesale clients uit een bepaalde regio bedienen. 
De groep die het bankconcern vormt, wordt weergegeven in figuur 13. Die 
weergave is sterk vereenvoudigd. De groep bestaat in werkelijkheid uit tientallen 
binnen- en soms buitenlandse vennootschappen van verschillende omvang. Die 
vennootschappen bestaan op hun beurt uit natuurlijke personen die hun werk-
zaamheden verrichten in verschillende filialen. De vennootschappen hebben in 
















Schade NV Leven NV 
Figuur 13 
172 Te denken valt aan Equens dat een aantal trajecten in het Nederlandse betalingsverkeer verzorgt, waarvan een 
aantal Nederlandse banken het kapitaal verschaft 
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De in figuur 13 weergegeven juridische structuur van het bankconcern verschilt 
van de in figuur 4 weergegeven feitelijke structuur. In de juridische structuur zijn 
de werkzaamheden van het bankconcern verdeeld over vennootschappen terwijl 
die werkzaamheden in de feitelijke structuur verdeeld zijn over regio's en units. 
Het bankconcern wordt aangestuurd vanuit de feitelijke en niet vanuit de juridi-
sche structuur. Bank NV, Bankieren NV en Verzekeren NV hebben in die feitelij-
ke structuur geen functie. In de juridische structuur zijn die maatschappijen even-
wel onmisbaar voor de voor de groep vereiste centrale leiding: centrale leiding is 
alleen door aandelenbezit van die maatschappijen juridisch afdwingbaar. 
4.9.2. Het olieconcern 
Het beursgenoteerde Groep NV en het beursgenoteerde Groep Plc (public limited 
company) staan bovenaan het olieconcern. Geen van beide vennootschappen bezit 
aandelen in de ander (figuur 14). De vennootschapen worden ook niet op andere 
wijze organisatorisch verbonden. De vennootschappen vallen dus buiten de groep 
als bedoeld in artikel 2:24b BW. 
Groep NV bezit de aandelen van Holding NV. Groep plc bezit de aandelen in 
Holding plc. De beide holdings vormen een personele unie: de bestuurders van 
Holding NV zijn dezelfde als die van Holding plc. De beide holdings worden op 
die manier organisatorisch verbonden. 
Onder Holding NV en Holding plc hangen de subholdings Olie NV en Gas plc. 
Olie NV is voor veertig procent in handen van Holding plc en voor zestig procent 
in handen van Holding NV Bij Gas plc is dat precies andersom: Holding NV bezit 
veertig procent van de aandelen, Holding plc bezit zestig procent. Op grond van 
meerderheidsdeelnemingen worden enerzijds Holding NV en Olie NV organisa-
torisch verbonden en anderzijds Holding plc en Gas plc. Op basis van een over-
eenkomst worden ook Holding NV en Gas plc en Holding plc en Olie NV orga-
nisatorisch verbonden. Op basis van die overeenkomst heeft Holding plc namelijk 
de bevoegdheid om meer dan de helft van de bestuurders van Olie NV te benoe-
men en ontslaan. Holding NV bezit die bevoegdheid bij Gas plc. Op die manier 
bestaat binnen het olieconcern niet alleen organisatorische verbondenheid, maar 
ook centrale leiding. Die leiding wordt vanuit Holding NV en Holding plc uitge-
oefend. 
De beide holdings verschaffen behalve in Olie NV en Gas plc ieder de helft 
van het kapitaal in Diensten plc. Op basis van een overeenkomst is Olie NV 
bevoegd de commissarissen van Diensten plc te benoemen en te ontslaan, terwijl 
Gas plc die bevoegdheid op basis van een overeenkomst, ten aanzien van de 
bestuurders bezit. Op die manier oefenen Holding NV en Holding plc ook centra-
le leiding over Diensten plc uit. 
Onder Olie NV en Gas plc 'hangen' Nederlandse en Britse werkmaatschappij-
en. Olie NV dan wel Gas plc bezit de aandelen in die werkmaatschappijen. 
Centrale leiding over die vennootschappen is op die manier gewaarborgd. 










Weikmij plc Werknuj plc 
Figuur 14 
De in figuur 14 weergegeven juridische structuur van het olieconcern verschilt 
weer van de feitelijke structuur (figuur 5) Grootste verschillen hier zijn dat Groep 
NV en Groep plc in de feitelijke structuur geen functie vervullen en dat de ven-
nootschappen in de feitelijke structuur in hjnverhouding met elkaar staan, terwijl 
die vennootschappen zich in de juridische structuur op eenzelfde niveau bevinden 
4.10 Afronding 
In het voorgaande hoofdstuk besprak ik aan de hand van het vennootschapsrech-
telijke begrip 'groep' de verdeling van de werkzaamheden binnen de vennoot-
schap en binnen de groep van vennootschappen 
Ik gaf aan dat het vennootschapsrecht bepaalde werkzaamheden binnen de 
vennootschap verdeelt over de organen van de vennootschap, dus over de algeme-
ne vergadering, het bestuur en, eventueel, de raad van commissarissen 
De vennootschap is (in beginsel) vnj in de verdeling van de ovenge werk-
zaamheden Die werkzaamheden worden in de regel contractueel verdeeld over de 
functionaris, de ondergeschikte en de met ondergeschikte 
De verdeling van de werkzaamheden binnen de vennootschap is (in beginsel) 
niet anders binnen de vennootschap die deel van een groep van vennootschappen 
uitmaakt De centrale leiding die de moeder als aandeelhoudster over de dochter 
uitoefent, brengt wel verschuivingen teweeg in de verdeling van de werkzaamhe-




In hoofdstuk 3 heb ik de feitelijke betekenis van informatie besproken. Ik be-
spreek thans de betekenis die informatie in het vennootschapsrecht en in het ver-
mogensrecht heeft (figuur 15). In hoofdstuk 7 bespreek ik vervolgens de regels die 
het vennootschapsrecht en het vermogensrecht in verband met die informatie 
bevatten. 
In deel IV vergelijk ik de betekenis die informatie in het vennootschapsrecht 
en het vermogensrecht heeft en de regels die het vennootschapsrecht en het ver-
mogensrecht in verband met die informatie bevatten met de betekenis die infor-





















Informatie als zodanig heeft in het vennootschapsrecht en het vermogensrecht 
geen zelfstandige betekenis. 
In het vennootschapsrecht en het vermogensrecht heeft alleen bepaalde infor-
matie betekenis. Het gaat om die informatie waarvan de bekendheid, de weten-
schap, een voorwaarde voor een bepaald rechtsgevolg vormt. Het hangt van de 
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rechtsregel die het rechtsgevolg bepaalt af, van welke informatie (of gegevens of 
kennis) wetenschap van belang is.' 
Voorbeeld: artikel 2:10 BW verplicht het bestuur van de vennootschap om van 
de vermogenstoestand van de vennootschap op zodanige wijze een administratie 
te voeren dat de rechten en verplichtingen van de vennootschap te allen tijde ken­
baar zijn. Het bestuur riskeert aansprakelijkheid (rechtsgevolg) als het niet aan de 
verplichting van artikel 2:10 BW voldoet. Het op de hoogte zijn (wetenschap heb­
ben) van de vermogenstoestand van de vennootschap (informatie) vormt een voor­
waarde om aan die verplichting te kunnen voldoen. 
In het vennootschapsrecht en het vermogensrecht bepaalt de rechtsregel dus 
welke informatie betekenis heeft. In hoofdstuk 7 bespreek ik de rechtsregels die 
het vennootschapsrecht en het vermogensrecht met betrekking tot informatie 
bevatten. 
In hoofdstuk 7 bespreek ik voorts of en zo ja hoe een vennootschap of een 
groep van vennootschappen wetenschap kan hebben. Het gaat bij wetenschap van 
informatie namelijk om subjectieve, 'innerlijke'2, bekendheid met informatie. In 
zoverre betreft wetenschap van informatie kennis. Immers, kennis is de op een 
subjectief geheel van informatie gebaseerde wetenschap hoe te handelen of juist 
niet te handelen. Het vertrouwensbeginsel objectiveert de subjectieve bekendheid 
met informatie soms.3 
5.3 Afronding 
Informatie als zodanig heeft in het vennootschapsrecht en het vermogensrecht 
geen zelfstandige betekenis. In het vennootschapsrecht en het vermogensrecht 
heeft alleen bepaalde informatie, waarvan de (in beginsel) subjectieve wetenschap 
een voorwaarde voor een bepaald rechtsgevolg vormt, betekenis. De rechtsregel 
die het rechtsgevolg bepaalt, bepaalt aldus van welke informatie de wetenschap 
betekenis heeft. 
1 Vgl Klaassen 1999 
2 Klaasen 1999, ρ 90 
3 Vgl Klaasen 1999, ρ 96-97 onder verwijzing naar Wessels 1989, ρ 57-58, Tjittes 2001a, ρ 176 Vgl art 
3 35 BW, 3 46 BW, 6 228 BW en overweging 18, richtlijn 2003/06/EG van het Europees Parlement en de Raad 
betreffende handel met voorwetenschap en marktmampulatie (marktmisbmik) Vgl voor gevallen waann voor 
geobjectiveerde bekendheid geen plaats is HR 6 apnl 2001, NJ 2002 383, HR 20 apnl 2001, NJ 2002, 383, 
HR 24 januan 2003, RvdW 2003, 27 en 31 oktober 2003, RvdW 2003, 169 
6 Handelen 
6.1 Inleiding 
Na in het vorige hoofdstuk een (korte) uiteenzetting te hebben gegeven over de 
betekenis die informatie in het vennootschapsrecht en in het vermogensrecht 
heeft, volgt hier een (eveneens korte) uiteenzetting over de betekenis die het 





















In het vennootschapsrecht en het vermogensrecht heeft het informatieproces als 
zodanig geen zelfstandige betekenis. 
In het vennootschapsrecht en het vermogensrecht hebben alleen bepaalde han-
delingen in het informatieproces betekenis. Het gaat om die handelingen die 
rechtsgevolg veroorzaken. De rechtsregel bepaalt welke handelingen rechtsgevolg 
veroorzaken. De rechtsregel bepaalt dus welke handelingen betekenis hebben. 
In het voorbeeld: artikel 2:10 BW verplicht het bestuur om van de vermogens-
toestand van de vennootschap op zodanige wijze een administratie te voeren dat 
de rechten en verplichtingen van die vennootschap te allen tijde kenbaar zijn. Het 
bestuur dat een administratie voert die aan de verplichting van artikel 2:10 BW 
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voldoet (handelen), voorkomt aansprakelijkheid (rechtsgevolg). Het voeren van 
een administratie is dus een handeling in het informatieproces die door de rechts-
regel van artikel 2:10 BW betekenis in het vennootschapsrecht heeft. 
De rechtsregels uit het vennootschapsrecht en het vermogensrecht die rechts-
gevolg verbinden aan handelingen in het informatieproces bespreek ik in het vol-
gende hoofdstuk. Ik bespreek in het volgende hoofdstuk voorts of en zoja hoe een 
vennootschap of een groep van vennootschappen kan handelen. 
6.3 Afronding 
Het onderhavige hoofdstuk besprak dat in het vennootschapsrecht en in het ver-
mogensrecht alleen die handelingen in het informatieproces betekenis hebben, 
waaraan een rechtsregel een bepaald rechtsgevolg verbindt. De rechtsregel bepaalt 
welk handelen betekenis heeft. 
7 Normering 
7.1 Inleiding 
De zoektocht naar het antwoord op de vraag in hoeverre de regels van de Wbp 
afstemmen op die van het vennootschapsrecht en het vermogensrecht, vereist dat 
die regels met de regels van het vennootschapsrecht en het vermogensrecht ver-
geleken kunnen worden. Het is niet nodig alle regels van de Wbp en alle regels 
van het vennootschapsrecht en het vermogensrecht in die vergelijking te betrek-
ken. Het is dus niet nodig alle regels van de Wbp en van het vennootschapsrecht 
en het vermogensrecht te bespreken. Het is voldoende die regels te bespreken (en 
te vergelijken) die dezelfde noemer hebben. Die noemer is de organisatie die 
informatie gebruikt. 
De regels die het vennootschapsrecht en het vermogensrecht met betrekking 
tot die organisatie bevatten, bespreek ik in het voorliggende hoofdstuk (figuur 17). 
Ik beperk mij (hoofdzakelijk) tot die regels die gelden voor iedere vennootschap 
die informatie gebruikt.1 Ik begeef mij dus (onder meer) niet in het woud van sec-
torspecifieke regels waar het bankconcern naast de regels van het vennootschaps-



















1 Vgl paragraaf 1 7 
2 Ik denk aan de Wft en de uit die wet voortvloeiende besluiten en regelingen, vgl voor een overzicht ook NvB 
en VvV 2003 
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Het vennootschapsrecht bevat een aantal rechtsregels voor de vennootschap die 
informatie gebruikt, maar het bevat geen regel die de rechtsgevolgen van het niet 
naleven van die regels door de vennootschap regelt. Het vermogensrecht kent een 
dergelijke regel wel. Het bepaalt in artikel 6:162 BW dat degene die onrechtma-
tig handelt, degene dus die in strijd met een recht of met een geschreven of onge-
schreven plicht handelt, de schade3 die een ander daardoor lijdt, dient te vergoe-
den (figuur 18). Het bepaalde in artikel 6:162 BW geldt via artikel 2:5 BW ook 



















De vraag is welke rechten en plichten met betrekking tot het gebruik van infor-
matie de vennootschap ingevolge artikel 6:162 BW dient te respecteren. Die vraag 
wordt in dit hoofdstuk als eerste beantwoord. 
Het niet naleven van die rechten en plichten, behelst af en toe feitelijk hande-
len. Dat roept de vraag op of en zo ja, hoe de vennootschap, als fictie van het 
recht, feitelijk kan handelen. Die vraag is de tweede vraag die in dit hoofdstuk 
beantwoord wordt. 
Het niet naleven van de rechten en plichten die de vennootschap met het oog 
op artikel 6:162 BW dient te respecteren, vereist af en toe ook dat de vennoot-
schap wetenschap van informatie heeft. De derde en laatste vraag die in dit hoofd-
stuk beantwoord wordt, is dan ook of en zo ja, hoe de vennootschap wetenschap 
van informatie kan hebben. 
Ik wijs voor de volledigheid nog op het volgende. Het vermogensrecht bepaalt in 
artikel 6:74 BW onder welke voorwaarden degene die toerekenbaar tekortschiet in 
de naleving van een overeenkomst, de schade dient te vergoeden aan degene met 
wie hij of zij die overeenkomst (vrijwillig) is aangegaan. 
3 Art 6 103 BW maakt de vergoeding van schade in een andere vorm dan in betaling van een geldsom mogelijk. 
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Het artikel regelt de gevolgen van het niet naleven van een in een overeenkomst 
neergelegde regel. Het artikel is dus niet van belang voor het vinden van een ant­
woord op de vraag in hoeverre de (door de wetgever opgestelde) regels van de 
Wbp (in het licht van de in de nota Zicht op wetgeving4 geformuleerde kwali­
teitseis van wetgeving) afstemmen op die van het vennootschapsrecht en het ver­
mogensrecht. 
Iets anders is dat het mogelijk is dat de Wbp niet afstemt op een in een over­
eenkomst neergelegde regel. In het geval de in de overeenkomst neergelegde regel 
in strijd is met een regel van de Wbp, gaat de regel van de Wbp voor. De Wbp is 
namelijk dwingend van aard.5 
Iets anders is ook of het terecht is dat de Wbp dwingendrechtelijk van aard is.6 
Het antwoord op die vraag vereist dat de regels van de Wbp aan een andere kwa­
liteitseis van wetgeving worden getoetst, te weten aan de kwaliteitseis van recht­
matigheid en gerichtheid op verwerkelijking van rechtsbeginselen.7 
7.2 Niet onrechtmatig handelen 
Na een korte uiteenzetting over de territoriale reikwijdte van artikel 6:162 BW, 
komt in deze paragraaf aan de orde welke rechten en plichten met betrekking tot 
het gebruik van informatie de vennootschap ingevolge artikel 6:162 BW dient te 
respecteren. 
7.2.1 Toepasselijkheid 
De hoofdregel (althans, tot 11 januari 20098) is op grond van artikel 3, lid 1 Wet 
conflictenrecht onrechtmatige daad, dat artikel 6:162 BW geldt voor onrechtma­
tig handelen op Nederlands grondgebied.9 De naar Nederlands recht opgerichte 
vennootschap die buiten Nederland onrechtmatig handelt, is voor dat handelen 
dus in beginsel niet aansprakelijk op grond van artikel 6:162 BW. 
De vraag op welke grond die vennootschap dan wel aansprakelijk is, valt bui­
ten het bereik van mijn onderzoek. Immers, mijn onderzoek beperkt zich tot de 
vraag in hoeverre de regels van de Wbp, in het licht van de kwaliteitseisen voor 
wetgeving, afstemmen op de regels van het vennootschapsrecht en het vermo­
gensrecht. 
De hoofdregel van artikel 3, lid 1 Wet conflictenrecht onrechtmatige daad kent 
uitzonderingen. De voornaamste uitzondering is het geval dat zowel de dader als 
4 Kamentukken II. 1990/1991, 22 008, nrs 1-2 
5 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 10 
6 Vgl hierover: Cuijpers 2004, ρ 154 e ν 
7 Kamerstukken II, 1990/1991, 22 008, nis 1 -2 
8 Op die datum treedt Verordening 864/2007 van het Europees Parlement en de Raad van 11 juli 2007, PbEU 
2007, L 199 (Rome II) in werking, op grond waarvan artikel 6:162 BW in beginsel geldt voor de onrechtmati­
ge daad waarvan de schade in Nederland is opgetreden 
9 Wet conflictenrecht onrechtmatige daad, 5/<> 2001, 190. 
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de benadeelde in dezelfde (buitenlandse) Lid Staat hun verblijfplaats of plaats van 
vestiging hebben.10 De plaats waar de vennootschap haar statutaire zetel heeft, 
geldt als haar plaats van vestiging." De naar Nederlands recht opgerichte ven-
nootschap heeft haar statutaire zetel altijd in Nederland. Die constatering maakt 
dat de uitzondering voor mijn onderzoek, dat zich beperkt tot naar Nederlands 
recht opgerichte vennootschappen, niet van belang is. 
7.2.2 Inbreuk recht 
Ingevolge artikel 6:162 BW is in de eerste plaats onrechtmatig, handelen dat 
inbreuk op een subjectief recht maakt. In deze subparagraaf is dus in de eerste 
plaats aan de orde of en zo ja welke (subjectieve12) rechten met betrekking tot het 
gebruik van informatie de vennootschap ingevolge artikel 6:162 BW dient te 







normering niet onrechtmatig 
handelen 
geen inbreuk op recht 
geen strijd met plicht 
geen strijd met 
verkeersopvattingen 
Figuur 19 
Te onderscheiden zijn vermogens- en persoonlijkheidsrechten. 
10 Art 3 Wet conflictenrecht onrechtmatige daad 
11 Wet conflictenrecht corporaties Volgens art 53 Europees Executie Verdrag, wordt de plaats van vestiging door 
nationaal 1PR recht bepaalt Voor de ons omnngende landen is dat de plaats van de werkelijke zetel van de 
hoofdvestiging van de rechtspersoon de plaats van vestiging Vgl Stnkwerda 1997, nr 199 Volgens art 60 
van de EG-Verordening 44/2001 van de Raad van 22 december 2000 betreffende de rechterlijke bevoegdheid, 
de erkenning en de tenuitvoerlegging van beslissingen m burgerlijke en handelszaken, komt als plaats van ves-
tiging behalve de plaats van statutaire zetel, de plaats van hoofdbestuur en de plaats van hoofdvestiging in aan-
merking 
12 Zijnde een recht dat een bepaald rechtssubject in een concreet geval aan een regel van objectief recht ontleent, 
vgl Tak 1996, paragraaf 4 1 
13 Asser-Hartkamp 4-III, nr 35 
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7.2.2. l Vermogensrecht 
Tot de vermogensrechten behoren de eigendomsrechten, de beperkte rechten, de 
vorderingsrechten en de rechten op de voortbrengselen van de geest. 
Ten eerste het eigendomsrecht. Het eigendomsrecht is het meest omvattende 
recht dat iemand op een zaak kan hebben. Het zou, als informatie een zaak zou 
zijn14, een hoog niveau van bescherming bieden. Het zou namelijk alle handelin­
gen met betrekking tot alle informatie in een voor menselijke beheersing vatbare 
vorm, jegens een ieder beschermen. 
De visie dat eigendom van informatie mogelijk is, is niet die van de meerder­
heid.15 Volgens die visie is informatie namelijk geen stoffelijk object en dus geen 
zaak.16 Volgens de visie van Kleve is informatie van eigendom wel mogelijk. 
Volgens hem is informatie wel een zaak. Volgens hem is dat een kwestie van inter­
pretatie. Volgens Kleve maken technologische ontwikkelingen informatie voor 
menselijke beheersing vatbaar.17 
Ten tweede is een beperkt recht een vermogensrecht. De mogelijkheid van een 
beperkt recht op informatie is in het gesloten systeem van beperkte rechten niet 
voorzien.18 
De derde categorie van vermogensrechten vormen de rechten op de voort­
brengselen van de geest. Denk aan het auteursrecht en het databankenrecht. Die 
rechten beschermen bepaalde informatie, bijvoorbeeld in de vorm van een werk 
van literatuur, wetenschap of kunst respectievelijk in de vorm van een databank, 
tegen bepaald handelen. 
De vierde en laatste categorie vermogensrechten vormen de vorderingsrech­
ten. Vorderingsrechten op informatie als zodanig bestaan niet: informatie geeft in 
zichzelf geen aanspraak op handelen. Vorderingsrechten op bepaald handelen op 
basis van bepaalde informatie bestaan wel. Vorderingsrechten beschermen bepaal­
de informatie dan tegen bepaald handelen door bepaalde personen. 
Vorderingsrechten beschermen informatie niet tegen een ieders handelen. 
Vorderingsrechten worden dus beschermd door de norm van niet toerekenbaar 
tekortkomen." Die norm is voor mijn onderzoek naar de afstemming van regel­
geving, zoals gezegd20, niet van belang. 
De conclusie is dat van de vermogensrechten, slechts de rechten op de voort­
brengselen van de geest (en de vorderingsrechten) betrekking op informatie heb­
ben. Die rechten hebben op hun beurt slechts betrekking op bepaald handelen, met 
betrekking tot bepaalde informatie, in een bepaalde vorm. 
14 Art 5 2 BW 
15 Voor een overzicht, vgl Kleve 2004, ρ 163 
16 Art 3 2 BW 
17 Kleve 2004, m η 158-167 
18 Wat wil zeggen dat de wet aantal en inhoud er van bepaalt, vgl.: Tak 1994, paragraaf 15 5 1 2 en art 3 8 BW 
19 Vgl Asser-Hartkamp 4-III, nr 35 
20 Vgl paragraaf 7 1 
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7.2.2.2 Persoonlijkheidsrecht 
Tot de in artikel 6:162 BW bedoelde rechten behoren behalve de vermogensrech-
ten, de persoonlijkheidsrechten. 
Persoonlijkheidsrechten zijn die rechten die onlosmakelijk verbonden zijn met 
de personen op wie ze betrekking hebben. Persoonlijkheidsrechten zijn niet (con-
tractueel) overdraagbaar. 
De vennootschap heeft bij het gebruik van informatie in de eerste plaats het 
persoonlijkheidsrecht op bescherming van de persoonlijke levenssfeer te respec-
teren.21 De bescherming van persoonsgegevens wordt van oudsher namelijk onder 
het grondrecht op bescherming van de persoonlijke levenssfeer geschaard. 
Het grondrecht op bescherming van de persoonlijke levenssfeer is in 
Nederland opgenomen in artikel 10 lid 1 van de Grondwet (hierna: Gw). Het arti-
kel werkt niet rechtstreeks in privaatrechtelijke verhoudingen.22 Het werkt in pri-
vaatrechtelijke verhoudingen door als (subjectief) persoonlijkheidsrecht dat 
beschermd wordt door de norm van artikel 6:162 BW om niet onrechtmatig te 
handelen.23 Het Grondwetsartikel is voor de invulling van dat subjectieve per-
soonlijkheidsrecht van belang.24 
De wetgever dient op grond van artikel 10 lid 2 Gw regels te stellen 'ter 
bescherming van de persoonlijke levenssfeer in verband met het vastleggen en 
verstrekken van persoonsgegevens'. Volgens Blok is de plaatsing van de bescher-
ming van de persoonsgegevens tegen de achtergrond van bescherming van de per-
soonlijke levenssfeer 'een historische misser'.25 Volgens hem is het recht op 
bescherming van de persoonsgegevens minder ruim dan het grondrecht op 
bescherming van de persoonlijke levenssfeer.26 
Het recht op bescherming van de persoonlijke levenssfeer bezit een principië-
le onschendbaarheid.27 Het recht op bescherming van de persoonsgegevens niet. 
Het verschaft volgens de wetgever geen recht om te ageren tegen ieder gebruik 
van persoonsgegevens en het verschaft geen recht op informationele zelfbeschik-
king.28 De wetgever verwijst daarmee naar de uitspraak van het Duitse 
Constitutionele Hof op basis waarvan het recht op informationele zelfbeschikking 
in Duitsland tot de Grundgezets behoort.29 Het recht om zelf te bepalen of per-
soonsgegevens worden vastgelegd en verwerkt, leidt het Constitutionele Hof af uit 
het algemeen persoonlijkheidsrecht en uit het recht op bescherming van de men-
selijke waardigheid.30 
21 Vgl Asser-Hartkamp 4-III, nr 35 
22 Vgl Kortmann 1997, ρ 352 e ν 
23 Vgl Asser-Hartkamp 4-111, nr 35 Anders Kortmann 1997, ρ 345 e ν 
24 HR 9 januan 1987, NJ 1987, 928 (Edammer Bijstandmoeder) 
25 Blok 2002, ρ 65 
26 Blok 2002, ρ 68 
27 Beperkingen zijn mogelijk, maar alleen bij of krachtens de wet 
28 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 9 en Kamerstukken II, 2000/01, 27 460, nr 1, 19-21 
29 Bundesverfassungsgericht 65, 1 
30 Art 2 lid 1 j " art 1 lid 1 Grundgesetz 
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De bescherming van persoonsgegevens heeft in het Nederlandse recht geen mate-
riële betekenis.31 Het belang bij bescherming van persoonsgegevens is in 
Nederland in abstracto gelijk aan het belang bij beschikbaarheid van persoonsge-
gevens.32 Het gaat hier om twee tegengestelde belangen.33 Als die belangen drei-
gen te botsen dan dient er een afweging te worden gemaakt. Aan de ene kant wordt 
in die afweging betrokken dat de informatiemaatschappij afhankelijk is van de 
beschikbaarheid van informatie. Aan de andere kant wordt in die afweging betrok-
ken dat die afhankelijkheid persoonsgegevens beschermingswaardig maakt.34 
Gelet op het voorgaande stelt Blok voor de twee dimensies in artikel 10 Gw, te 
weten de bescherming van de persoonlijke levenssfeer en de bescherming van per-
soonsgegevens, uit elkaar te leggen. Het recht op bescherming van persoonsgege-
vens dient dan in een apart (grond)recht verankerd te worden.35 Blok betwijfelt of 
bescherming van persoonsgegevens 'van voldoende gewicht is' is om tot grond-
recht te worden verheven. Hij denkt dat het recht op behoorlijk gegevensbeheer 
niet past in het sobere karakter van de Nederlandse Grondwet.36 
Het Handvest van de Grondrechten van de Europese Unie legt de bescherming 
van de persoonlijke levenssfeer en de bescherming van persoonsgegevens uit 
elkaar.37 Het voorziet in artikel 7 in een grondrecht op bescherming van per-
soonsgegevens. Het bevat de verplichting om persoonsgegevens behoorlijk en 
voor een bepaald doel te verwerken. Het bevat daarnaast een recht op kennisname 
en correctie van persoonsgegevens. Het bepaalt tenslotte dat een onafhankelijke 
autoriteit op naleving van artikel 7 moet toezien. 
Het Handvest is door Nederland nog niet geratificeerd. De bescherming van 
persoonsgegevens is in Nederland dus (nog) niet meer dan een subjectief per-
soonlijkheidsrecht dat met behulp van artikel 10 lid 1 Gw wordt ingevuld. Artikel 
10 lid 1 Gw beschermt persoonsgegevens als de persoonlijke levenssfeer in de 
knel komt. Aan de ene kant is denkbaar dat persoonsgegevens een intiem karakter 
hebben. Het handelen met betrekking tot die gegevens is onrechtmatig als het 
inbreuk op de persoonlijke levenssfeer maakt. Aan de andere kant kan ook han-
delen op basis van gegevens die geen intiem karakter hebben de persoonlijke 
levenssfeer raken. Het feit dat over een persoon 'met al zijn hoedanigheden, 
gedragingen en andere kenmerken, welke zijn persoon en zijn leven vormen, op 
allerlei plaatsen gegevens vastgelegd worden en dat dit geheel van gegevens een 
steeds grotere invloed gaat krijgen op voor hem belangrijke zaken, zoals het ver-
31 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 9 Vgl Kamerstukken //, 1986/87, 19 095, nr. 6, ρ 14-15 
(betreffende Wpr) waaruit blijkt dat het beginsel wel tot op zekere hoogte wordt erkend in art 10 Gw, in ande­
re landen is de basis anders, vgl Korfl" 2002, ρ 8-9 
32 Kamerstukken II, 1997/1998, 25 892, nr 3, p. 9 
33 Vgl Bull 1985, ρ 5 
34 Bull 1985, p. 7 en Rapport Commissie Computercriminaliteit 1987, ρ 21 
35 Blok 2001a, p. 70 
36 Vgl. o m . Blok 2001, ρ 71 
37 Art. 7 en 8 Handvest van de Grondrechten van de Europese Unie van 2000, PbEG C 364, zoals opgenomen in 
het ontwerp- Verdrag tot vaststelling van een Grondwet voor Europa dat inmiddels grotendeels is opgenomen 
in het Verdrag van Lissabon tot wijziging van het Verdrag betreffende de Europese Unie en hel Verdrag tot 
oprichting van de Europese Gemeenschap, van 2007 PbEG C 306, met dank aan Mark! 
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krijgen van huisvesting, de opbouw van een loopbaan, het verwerven van geldle-
ningen e/c.'38, kan inbreuk maken op de persoonlijke levenssfeer van die persoon. 
Het koppelen van persoonsgegevens kan 'een situatie [doen] ontstaan waarin de 
burger onvoldoende 'ruimte ' overhoudt om zijn eigen leven te leiden met zo wei-
nig mogelijk inmenging van buitenaf, aldus de grondwetgever.39 
Het spiegelbeeld van het recht op bescherming van persoonsgegevens is het recht 
om informatie te ontvangen en te verspreiden. Het recht om informatie te ontvan-
gen is als onderdeel van het recht op vrijheid van meningsuiting opgenomen in 
artikel 7 Gw als het recht om 'gedachten en gevoelens'1 te openbaren. Het is ver-
gelijkbaar met het in artikel 10 EVRM40 opgenomen recht om 'inlichtingen [...] 
te ontvangen ofte verstrekken'.^ Het recht op informatie verplicht de vennoot-
schap via de norm om niet onrechtmatig (nog) niet om informatie te verstrekken.42 
Het persoonlijkheidsrecht op bescherming van de persoonlijke levenssfeer houdt 
verband met het persoonlijkheidsrecht op inzage. Het persoonlijkheidsrecht op 
inzage vloeit volgens de Hoge Raad voort uit het ongeschreven recht.43 
Volgens Maeijer wordt het ongeschreven inzagerecht 'voldoende dringend en 
concreet [...] geacht om het te verheffen tot het plan van het subjectief recht. Dit 
betekent dat het belang van de gerechtigde bij inzage zodanig is uitgekristalli-
seerd dat het niet steeds weer aan een rechtstreekse en volledige belangenafwe-
ging door de rechter is onderworpen. Niet de zorgvuldigheidsnorm, maar de 
inbreuknorm is voortaan bij weigering van de inzage aan de orde'. 
De Hoge Raad bevestigt in het arrest Valkenhorst dat het recht van een kind om 
te weten wie zijn ouders zijn, voortvloeit uit een algemeen persoonlijkheids-
recht.44 Dat algemene persoonlijkheidsrecht vloeit volgens de Hoge Raad voort uit 
'grondrechten als het respect voor het privé-leven, het recht op vrijheid van 
gedachte, geweten en godsdienst en het recht op vrijheid van meningsuiting,. 
Het recht op bescherming van de persoonlijke levenssfeer, het recht op inzage 
daar onder begrepen, is niet het enige persoonlijkheidsrecht waar de vennootschap 
die informatie gebruikt, mee te maken kan krijgen. Het persoonlijkheidsrecht op 
eer en goede naam verplicht die vennootschap via de norm om niet onrechtmatig 
te handelen om geen inbreuk op andermans eer en de goede naam te maken. 
De conclusie is dat de persoonlijkheidsrechten slechts betrekking hebben op 
het gebruik van informatie dat de persoonlijke levenssfeer van de rechthebbende 
raakt. 
38 Kamenlukken II, 1975-1976, 13 872, nr 3, ρ 41 
39 Kamerstukken II, 1975-1976, 13 872, nr 3, ρ 41 
40 Art 10 EVRM behoort naar Nederlands recht tot de grondrechten, vgl Kortmann 1997, ρ 342 
41 Vgl art 19 IVBPR, verschil met art 10 EVRM is dat burgers geen rechtstreeks beroep op art 19 1VBPR kun­
nen doen voor de nationale rechter Vgl ook art 11 Handvest van de Grondrechten van de Euopese Unie 2000 
42 Vgl HR 23 oktober 1987, NJ 1988, 310 (NOS/KNVB), Asser-Hartkamp 4-1II, nr 35 en Kortmann 1997, ρ 
253-254 
43 HR 2 december 1988, NJ 1989, 752 (GMD-Van Bekkum) en HR 15 apnl 1994, NJ 1994, 608 (Valkenhorst) 
44 HR 15 apnl 1994, NJ 1994, 608 (Valkenhorst) 
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7.2.3 Strijd wettelijke plicht 
Ingevolge artikel 6:162 BW is de vennootschap niet alleen verplicht om geen 
inbreuk op andermans recht te maken, maar ook om niet te handelen in strijd met 
een wettelijke plicht (figuur 20). De term 'wettelijk' verwijst in dat verband naar 
algemeen verbindend, door het bevoegde gezag uitgevaardigd gebod of verbod. 
De voorwaarden waaronder een vergunning is verleend, vormen bijvoorbeeld wel 
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Figuur 20 
De vraag is welke plichten met betrekking tot het gebruik van informatie de ven-
nootschap met het oog op de norm van artikel 6:162 BW dient te respecteren. 
Ten eerste bevat de Wbp plichten met betrekking tot het gebruik van informatie 
door de vennootschap. Ik bespreek die plichten in deel III van mijn onderzoek. 
Ten tweede bevat het Wetboek van Strafrecht een groot aantal plichten als bedoeld 
in artikel 6:162 BW, die voor de vennootschap die informatie gebruikt van belang 
(kunnen) zijn.''6 Ik denk aan het verbod om gegevens uit geautomatiseerde werken 
over te nemen of vast te leggen47; om gegevens in een geautomatiseerd werk te 
45 Asser-Hartkamp 4-III, nr 34. 
46 Welke bepalingen via art 51 Sr ook voor rechtspersonen gelden 
47 Art 138a lid 2 Sr 
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vernielen48; om telefoongesprekken op te nemen49; om heimelijk cameratoezicht 
te houden op bepaalde plaatsen50; om poststukken te openen ofte beschadigen51; 
om informatie te beschadigen52; om beroeps- en bedrijfsgeheimen te schenden53 
en tot slot om iemands eer of goede naam aan te tasten. Het handelen dat in strijd 
met deze (en andere) strafrechtelijke verboden is, is via de verplichting om niet 
onrechtmatig te handelen in strijd met het vermogensrecht. 
Behalve het Wetboek van Strafrecht bevat ook het BW diverse plichten die voor 
de vennootschap die informatie gebruikt van belang (kunnen) zijn. Boek 7 BW 
gebiedt hulpverleners (vennootschappen daar onder begrepen54) bijvoorbeeld om 
in het dossier 'gegevens omtrent de gezondheid van de patiënt' met wie zij een 
overeenkomst inzake geneeskundige behandeling hebben bij te houden.55 Boek 7 
BW gebiedt hulpverleners voorts die gegevens geheim te houden.56 Boek 7 BW 
gebiedt hulpverleners tenslotte om op verzoek van de patiënt inzage in het dossier 
te verlenen en gegevens uit het dossier te verwijderen.57 
Behalve Boek 7 BW bevat ook Boek 2 BW plichten die voor de vennootschap die 
informatie gebruik van belang zijn. Ik noem de op de bestuurders van de ven-
nootschap rustende boekhoudplicht van artikel 2:10 BW die de bestuurders van de 
vennootschap verplicht om, naar de eisen die voortvloeien uit de werkzaamheden 
van de vennootschap,58 'van alles betreffende de werkzaamheden van de rechts-
persoon [...] op zodanige wijze een administratie te voeren en de daartoe beho-
rende [...] gegevensdragers op zodanige wijze te bewaren, dat te allen tijde de 
rechten en de verplichtingen van de rechtspersoon kunnen worden gekend1.59 
Volgens de Hoge Raad dienen (alleen) de debiteuren- en crediteurenadminis-
tratie aan artikel 2:10 BW te voldoen.60 Volgens Harmsen dient de administratie 
die het product vormt van het systematisch verzamelen, vastleggen, verwerken en 
verstrekken van informatie ten behoeve van het besturen en het verrichten van de 
werkzaamheden van de rechtspersoon alsmede ten behoeve van de verantwoor-
ding die daarover moet worden afgelegd, aan artikel 2:10 BW te voldoen.61 
Volgens Harmsen dienen de klantenadministratie van de vennootschappen van het 
bankconcern en de personeelsadministratie van de vennootschappen van het olie-
concern dus ook aan artikel 2:10 BW te voldoen. De bestuurders zijn, rekening 
48 Art 350a e ν Sr 
49 Art 139a e ν Sr 
50 Art 139fev en 441b Sr 
51 Art 201 Sr 
52 Art 225 e ν Sr 
53 Art 272 e ν Sr 
54 Art 7 446 lid 1 BW 
55 Art 7 454 BW 
56 Art 7 457 en 458 BW 
57 Art 7 455 en 456 BW 
58 Asser-Maeijer 2-III, nr 45 
59 Vgl art 3 15i BW voor degene die een beroep of bedrijf uitoefent 
60 HR 11 juni 1993, NJ 1993, 713 
61 Harmsen 2002, ρ 81, vgl Slagter 2005, ρ 128-129 
Hoofdstuk 7 73 
houdend met de aard en de omvang van de vennootschap, vrij in de wijze waarop 
de administratie wordt vormgegeven.62 
Ik noem voorts de op de vennootschap rustende plicht van artikel 2:393 BW 
om een accountant de jaarrekening te laten onderzoeken. Die accountant dient de 
raad van commissarissen en het bestuur daarbij (onder andere) verslag te doen van 
'de betrouwbaarheid en de continuïteit van de geautomatiseerde gegevensverwer-
king' en eventuele tekortkomingen in de beveiliging daarvan te signaleren.63 
Buiten Boek 2 BW zijn vennootschapsrechtelijke plichten die voor de vennoot-
schap die informatie gebruikt van belang zijn, bijvoorbeeld te vinden in de 
Handelsregisterwet en de Wet op de Ondernemingsraden (hierna: WOR). 
De eerstgenoemde wet verplicht bestuurders in artikel 5 om transparantie te 
bieden door de vennootschap in te schrijven in het Handelsregister.64 Die inschrij-
ving omvat (onder meer) een afschrift van de oprichtingsakte met daarin de statu-
ten van de vennootschap.65 De wijziging van de statuten dient ook in het 
Handelsregister te worden ingeschreven.66 De verplichting tot inschrijving biedt 
transparantie doordat de Kamer van Koophandel van de inschrijving in de 
Staatscourant mededeling doet67 en doordat het Handelsregister door een ieder is 
in te zien.68 
De WOR verplicht de vennootschap die een onderneming drijft die aan de cri-
teria van artikel 2 WOR voldoet een Ondernemingsraad (hierna: OR) in te stellen. 
Die OR heeft een instemmingsrecht ten aanzien van bepaald gebruik, van bepaal-
de informatie van werknemers, zoals het gebruik van informatie voor beoordeling 
of controle van werknemers.69 
De conclusie is dat de wet verschillende plichten in de zin van artikel 6:162 BW 
bevat die van belang zijn voor de vennootschap die informatie gebruikt, waaron-
der verschillende plichten die betrekking hebben op bepaald gebruik van infor-
matie van personen. 
62 Harmsen 2002, ρ 81-82 
63 Asser-Maeijer 2-III, nr 426 
64 De verplichting wordt (onder meer) uitgewerkt door art. 14 van hel Handelsregisterbesluit 1996 
65 Art. 2-69 en 180 BW. 
66 Art. 2:126 en 236 BW. 
67 Art. 17 Handelsregisterwet 1996 
68 Art. 14 Handelsregisterwet 1996 
69 Art 27 lid 1 
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7.2.4 Strijd ongeschreven recht 
In gevolge artikel 6:162 BW is de vennootschap tenslotte verplicht om niet te han­
delen in strijd met hetgeen volgens het ongeschreven recht in het maatschappelijk 
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Figuur 21 
De verkeersopvattingen bevatten een ongekende hoeveelheid ongeschreven 
rechtsregels.™ Daar waar het geschreven recht voor de vennootschap, zoals we 
hebben gezien, geen plicht in bevat met betrekking tot het gebruik van informatie 
in het algemeen, bevat het ongeschreven recht een dergelijke plicht wel. 
De verkeersopvattingen bevatten namelijk de plicht om informatie behoorlijk 
te beheren.71 De plicht vereist dat informatie juist is en dat informatie daar is waar 
ze behoort te zijn.72 De verkeersopvattingen vereisen dus dat de vennootschap 
haar organisatie zo inricht dat informatie daar aanwezig is, waar zij aanwezig 
behoort te zijn.73 De inrichting van de organisatie behoort tot de taken van de 
bestuurders van de vennootschap.74 De bestuurders moeten zorgen dat de functio­
narissen die informatie verkrijgen, weten of behoren te weten dat zij die informa­
tie (niet) dienen te verstrekken als die informatie voor andere functionarissen van 
de rechtspersoon (niet) van belang kan zijn.75 Die plicht wordt in Duitsland de 
70 Asser-Hartkamp 4-III, nr 44. 
71 Van Dam 2000, nr. 915 
72 Van Dam 2000, nr. 1103 
73 Winter 2001, ρ 115 
74 Vgl. ook Winter 2001 
75 Tjittes 2001b, ρ 46. 
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Informationsweiterleitungspflicht genoemd. De Informationsabfragepflicht vormt 
van die plicht het complement. Die plicht houdt in dat de bestuurders moeten zor­
gen dat de functionarissen weten of behoren te weten dat zij die informatie dienen 
te verzamelen die voor hen van belang is en waarvan zij weten dat die binnen de 
organisatie aanwezig is. 
De beide informatieplichten bewerkstelligen dat informatie binnen de ven­
nootschap aanwezig is waar zij aanwezig behoort te zijn. De vennootschap dis-
culpeert zich niet door te bewijzen dat de informatie waarover de ene functionaris 
beschikt niet aanwezig was bij de andere. De vennootschap is immers verplicht te 
zorgen dat informatie aanwezig is waar ze aanwezig hoort te zijn. De vennoot­
schap draagt op basis van het uit het vertrouwensbeginsel voortvloeiende beginsel 
van eenheid van organisatie dus het risico van arbeidsdeling.76 
De Hoge Raad onderschrijft de in de literatuur gehuldigde opvattingen. Dat blijkt 
uit het arrest Van Dam-Rabobank.77 De casus is als volgt. Van Dam sluit ten 
behoeve van zijn boerderij een brandverzekering. De bank treedt op als tussen­
persoon. Van Dam overlijdt. De boerderij komt leeg te staan. De notaris licht de 
bank met het oog op blokkering van de bankrekening in omtrent het overlijden van 
Van Dam. De bank wijzigt de tenaamstelling van de rekening. Vervolgens brandt 
de boerderij af. De verzekeraar weigert uit te keren omdat de boerderij leeg stond. 
De bank had als tussenpersoon van die leegstand op de hoogte gebracht moeten 
worden. 
De Hoge Raad krijgt de vraag voorgelegd of het overlijden dat aan de bancai­
re afdeling van de bank is meegedeeld, bij haar als tussenpersoon bekend veron­
dersteld mag worden. De Hoge Raad oordeelt bevestigend: 'een bank die naast 
haar gewone bankactiviteiten mede het assurantiebemiddelingsbedrijf uitoefent, 
kan zich niet aan haar verplichtingen als assurantietussenpersoon onttrekken met 
het betoog dat het overlijden van de verzekeringnemer als gevolg van de wijze 
waarop dat overlijden aan de bank is bericht, slechts aan haar met bancaire acti­
viteiten belaste werknemers bekend is geworden en haar derhalve niet als assu­
rantietussenpersoon bekend was. ' De Rabobank disculpeert zich volgens de Hoge 
Raad dus niet met het argument dat de medewerker van de afdeling bankzaken het 
overlijdensbericht niet heeft doorgespeeld aan zijn collega van de verzekeringsaf­
deling. De Hoge Raad: 'nu een zodanig bericht naar zijn aard mede voor haar 
assurantiebemiddelingsbedrijf van belang was, was de bank gehouden naar aan­
leiding daarvan het nodige te verrichten om zich in staat te stellen te doen wat een 
assurantietussenpersoon blijkens het voorgaande in geval van overlijden van de 
verzekeringnemer behoort te doen.,n De bank behoort volgens de Hoge Raad als 
tussenpersoon dus na te gaan welke gevolgen het overlijden voor de verzeke­
ringsovereenkomst had.79 De Hoge Raad oordeelt dus dat de bank de 
Informationsabfragepflicht niet is nagekomen. 
76 Tjittes 2001b, ρ 46. 
77 HR 9 januari 1998, NJ 1998, 586 (Van Dam-Rabobank) 
78 HR 9 januan 1998, NJ 1998, 586 (Van Dam-Rabobank) ro. 3 4 
79 HR 9 januan 1998, NJ 1998, 586 (Van Dam-Rabobank) ro 3 3. 
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De Hoge Raad oordeelt vergelijkbaar in het arrest Waterschap West-Friesland-
Kaagman.80 De Hoge Raad buigt zich in die zaak over de vraag wat een water­
schap te doen staat wanneer zij geconfronteerd wordt met een klacht. De Hoge 
Raad oordeelt dat het waterschap adequaat moet reageren door 'een onderzoek in 
te stellen en zo nodig, afhankelijk van de uitkomst daarvan, de noodzakelijke en 
mogelijke maatregelen te trejfen'.^ De Hoge Raad vindt dus dat de klacht een 
Informationsweiterleitungspflicht vestigt. 
De vennootschap die zijn organisatie zo inricht dat aan de beide informatieplich­
ten wordt voldaan, voldoet aan de ongeschreven plicht dat informatie daar aanwe­
zig is, waar zij aanwezig behoort te zijn. De vennootschap die zorgt dat die infor­
matie daarnaast juist is, voldoet in abstracto aan de verplichting om informatie 
behoorlijk te beheren. 
Of de vennootschap in concreto aan die verplichting voldoet, verschilt per ven­
nootschap. Dat komt omdat vennootschappen verschillen. Volgens Tjittes is infor­
matiebeheer behoorlijk als het is zoals van een vergelijkbare vennootschap in het 
maatschappelijk verkeer mag worden verwacht.82 De omvang van de organisatie, 
de mate van professionaliteit en de aard en de ernst van de kenbare gevaren van 
de activiteiten die de vennootschap ontplooit, moeten dus in aanmerking genomen 
worden.83 Voorts moeten de ontwikkelingen in de informatie- en communicatie­
technologie in aanmerking genomen worden. Die ontwikkelingen maken het 
mogelijk dat steeds meer informatie steeds sneller beschikbaar wordt. Dat schept 
volgens Oskamp de (gerechtvaardigde) verwachting dat over die informatie daad­
werkelijk wordt beschikt.84 Volgens Loesberg had de bank in het Van Dam-
Rabobank-arrest 'door de (mogelijkheid van) geautomatiseerde gegevensverwer­
king [dan ook] op de hoogte [...] kunnen en behoren te zijn van de wijziging van 
de tenaamstelling en dat [had] haar tot actie [...] behoren te nopen'.κ 
De bovenbesproken informatieplichten gelden voor het gebruik van informatie 
binnen de vennootschap. De vraag is of die plichten ook gelden binnen groepen 
van vennootschappen. De juridische onafhankelijkheid van de vennootschap staat 
daar in beginsel aan in de weg. In beginsel, want die onafhankelijkheid betekent 
niet dat de informatieverplichtingen nooit binnen groepen van vennootschappen 
gelden.86 
Ten eerste brengt de Konzernleitungspflicht onder omstandigheden een 
Informationsabfragepflicht voor de moeder mee.87 De Hoge Raad introduceert die 
Informationsabfragepflicht van de moeder in de Ogem-beschikking.88 De Hoge 
80 HR 8 januan 1999, ΝJ 1999, 319 (Waterschap West-Fnesland-Kaagman) 
81 HR 8 januan 1999, NJ 1999, 319 (Waterschap West-Fnesland-Kaagman) r o 3 4 
82 Tjittes 2001b, ρ 45 
83 Tjittes 2001b, ρ 45 
84 Oskamp 2002, ρ 4 
85 Noot Loesberg onder HR 9 januari 1998, JOR 1998, 47 (Van Dam-Rabobank) 
86 Lennarts 2002, ρ 70 
87 Winter 2001, ρ 119 
88 HR 10 januari 1990, NJ 1990, 466 (Ogem) 
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Raad oordeelt in die beschikking dat centrale leiding voor de moeder een 
Konzemleitungspflicht vestigt. De Konzemleitungspflicht vereist dat de moeder 
over bepaalde informatie van haar dochter beschikt. De Konzemleitungspflicht 
verplicht de moeder om in te grijpen als de dochter weigert die informatie te ver-
schaffen. De moeder disculpeert zich niet door te stellen dat zij niet over die infor-
matie van de dochter beschikt: de moeder behoort over die informatie te beschik-
ken. De Konzemleitungspflicht vestigt dus een Informationsabfragepflicht.89 
De uit de Konzemleitungspflicht voortvloeiende Informationsabfragepflicht kent 
een aantal beperkingen. Ten eerste vestigt de Konzemleitungspflicht die pflicht 
slechts voor de moeder en niet voor de dochter(s). 
Ten tweede beperkt de mate van de centrale leiding de Konzemleitungspflicht 
en dus de Informationsabfragepflicht. De mate van centrale leiding varieert per 
groep. De moeder van een centraler georganiseerde groep kan over gedetailleer-
dere informatie van de dochter beschikken dan de moeder van een meer decentra-
lere groep. De moeder die over gedetailleerdere informatie kan beschikken, dient 
ook over die gedetailleerdere informatie te beschikken. De moeder in een centra-
ler georganiseerde groep van vennootschappen heeft dus eerder een 
Informationsabfragepflicht.90 
De mate van de centrale leiding houdt doorgaans verband met de omvang van 
de groep van vennootschappen. De moeder in een grotere groep oefent doorgaans 
minder centrale leiding over de dochter uit dan die in een kleinere groep. Van de 
moeder bovenin het bankconcern wordt bijvoorbeeld niet verwacht dat zij op de 
hoogte is van gedetailleerde informatie waarover het filiaal van het front office 
beschikt. De omvang van het concern brengt met zich mee dat de leiding daar niet 
van op de hoogte van hoeft te zijn. 
De derde beperking van de Informationsabfragepflicht die uit de Konzem-
leitungspflicht voortvloeit, betreft de informatie waarover de moeder moet 
beschikken. De informatie is beperkt: van de moeder wordt niet verwacht dat ze 
over gedetailleerde informatie van de dochter beschikt. Het is (doorgaans) vol-
doende dat de moeder over financiële informatie beschikt.91 De moeder bovenin 
het bankconcern hoeft niet op de hoogte te zijn van een wijziging van het adres 
van een klant. 
De Konzemleitungspflicht vestigt, zoals gezegd, geen Informationsabragepflicht 
voor de dochter. Volgens Winter is wel denkbaar dat de Informationsabfragepflicht 
voor de dochter geldt op grond van de ontwikkeling in de informatie- en commu-
nicatietechnologie.92 Die ontwikkeling zet voor de groep van vennootschappen 
een decentralisatietendens in gang. De ontwikkelingen in de ICT maken informa-
tie overal in de groep goedkoop en snel voor handen. Volgens Winter gaan de 
89 Winter 2001 ρ 118-119 
90 Winter 2001, ρ 118 
91 Vgl ook Rb Breda 10 juni 1997, JOR 1997, ρ 95 
92 Winter 2001, ρ 119-121 
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Informationspflichten daardoor mogelijk voor de dochter gelden. Van de dochters 
wordt dan verwacht dat zij zorgen dat zij over de binnen de groep aanwezige infor­
matie beschikken. Volgens Winter kunnen door de ontwikkelingen in de ICT op 
den duur 'multidimensionale zeggenschapsverhoudingen, in groepen ontstaan.93 
Wordt die tendens realiteit, dan leidt dat tot een diffusere besluitvorming binnen 
groepen van vennootschappen. Denkbaar is dan dat het recht genoodzaakt wordt 
'het concern meer als zelfstandige eenheid te beschouwen'. 
Volgens Lennarts94 gelden de Informationspflichten voor de dochter (al) op grond 
van de omstandigheden van het geval. Voor vennootschappen die geen deel van 
een groep uitmaken, gelden de Informationsplichten op grond van de verkeersop­
vattingen. Volgens Lennarts geldt voor de vennootschappen die deel van een groep 
uitmaken niet anders. De uitwisseling van informatie tussen vennootschappen die 
deel van een groep uitmaken, moet volgens Lennarts zijn, zoals van een verge­
lijkbare organisatie op grond van de verkeersopvattingen verwacht mag worden.95 
Van belang zijn de omvang van de groep, de mate van professionaliteit en de aard 
en de emst van de kenbare gevaren van de activiteiten die worden ontplooid.96 
De conclusie is dat het ongeschreven recht een belangrijke plicht in de zin van 
artikel 6:162 BW bevat voor de vennootschap die informatie gebruikt. Het betreft 
de plicht om informatie behoorlijk te beheren. Die plicht vereist in abstracto dat 
informatie juist is en dat informatie daar in de vennootschap is waar zij behoort te 
zijn. De plicht vereist in concreto dat het gebruik van informatie door de ven­
nootschap is zoals van een vergelijkbare vennootschap (of groep van vennoot­
schappen) in het maatschappelijk verkeer verwacht mag worden. 
7.3 Toerekening handelen 
De (meeste van de) hierboven besproken rechten en plichten rusten op de ven­
nootschap. De vennootschap is aansprakelijk voor het niet respecteren van die 
rechten en plichten. Dat niet respecteren vereist soms feitelijk handelen. Dat roept 
de vraag op of en zo ja, hoe de vennootschap, als fictie van het recht, feitelijk kan 
handelen.97 De beantwoording van die vraag is in deze paragraaf aan de orde. 
De vennootschap handelt door middel van de natuurlijke personen die behoren tot 
de deelrechtsorde die de vennootschap is. Het handelen van die personen is, als 
het bevoegd is verricht, voor risico van de vennootschap. De bevoegdheid om te 
handelen hangt af van de hoedanigheid van de handelende persoon. 
93 Winter 2001, ρ 120 
94 Lennarts 2002, ρ 70 
95 Tjittes 2001b, ρ 45 
96 Tjittes 2001b, ρ 45 
97 Vgl Asser-Van der Gnnten-Maeijer 2-II, nr 1 
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De bevoegdheid van de natuurlijke persoon die handelt als aandeelhouder, 
bestuurder of commissaris wordt, zoals we in de paragrafen 4.3, 4.4 en 4.5 zagen, 
bepaald door Boek 2 BW. De bevoegdheid van de persoon die functionaris, onder-
geschikte of niet ondergeschikte van de vennootschap is, wordt, zoals we in para-
graaf 4.6 zagen, doorgaans bepaald door de overeenkomst die die persoon met de 
vennootschap heeft. 
Het is denkbaar dat één persoon meer dan een hoedanigheid heeft, bijvoor-
beeld die van aandeelhouder, bestuurder, functionaris en ondergeschikte. 
De door één van voornoemde personen, bevoegd verrichte recAtóhandeling wordt 
aan de vennootschap toegerekend.98 Dat betekent dat die handeling geldt als door 
de vennootschap verricht. De vennootschap is voor die handeling aansprakelijk 
alsof zij die handeling zelf heeft verricht. 
De bevoegd verrichte feitelijke handeling wordt aan de vennootschap toegere-
kend als de bestuurder, de commissaris of een (andere) functionaris die handeling 
heeft verricht. De door de ondergeschikte of niet ondergeschikte (hulppersoon) 
bevoegd verrichte feitelijke handeling wordt aan de vennootschap toegerekend 
wanneer die handeling plaats heeft gehad voor de uitvoering van een verbintenis 
die op de vennootschap rust. De overige door de (niet) ondergeschikte verrichte 
feitelijke handelingen worden niet aan de vennootschap toegerekend. Dat neemt 
niet weg dat de vennootschap voor die handelingen onder omstandigheden (nsi-
co)aansprakelijk is. 
De vraag is welke feitelijke handeling of rechtshandeling aan de vennootschap 
wordt toegerekend en welke handeling (slechts) voor risico van de vennootschap 
is. 
7.3. Ì A andeelhouders 
De algemene vergadering van aandeelhouders bezit, zoals we in paragraaf 4.3 
zagen, onder andere de bevoegdheid de statuten te wijzigen, de bestuurders te 
benoemen en te ontslaan en de bestuurders te instrueren. De algemene vergade-
ring oefent die bevoegdheden bij besluit uit." Die besluiten vormen rec/itehande-
lingen van de vennootschap.100 Die rechtshandelingen worden aan de vennoot-
schap toegerekend. De vennootschap is aansprakelijk als (de gevolgen van) die 
handelingen niet voldoen aan de norm van artikel 6:162 BW. De wet bepaalt dat 
de aandeelhouders niet (persoonlijk) aansprakelijk zijn.101 
98 Sieburg 2001, ρ 585 spreekl met van toerekening omdat de term 'toerekening' door artikel 6 162 BW wordt 
gebruikt om aan te geven of gedraging voor rekening van de dader (de feitelijk handelende persoon) komt, niet­
temin wordt de term 'toerekening' hier gebruikt om aan te geven dal de gedraging van de één voor rekening 
van de ander komt, vgl.: Lennarts 2002, ρ 57, noot 4 
99 Asser-Maeijer 2-111, nr 259 
100 Asser-Maeijer 2-III, nr 259, Van Schilfgaarde 1998, nr 91 
101 Art 2:64 en 175 lid 1 BW Vgl voor een uitzondering in de rechtspraak Rb Utrecht 12 december 2007, LJN-
nr BB9709 (Ceteco) 
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7.3.2 Bestuurders 
De bestuurders bezitten, zoals we in paragraaf 4.4 zagen, twee bevoegdheden die 
de vennootschap in staat stellen om te handelen: de bevoegdheid om de vennoot-
schap te besturen en de bevoegdheid om rechtshandelingen voor de vennootschap 
te verrichten. 
7.3.2.1 Feitelijk handelen 
De bevoegdheid om de vennootschap te besturen brengt mee dat de bestuurders 
feitelijke handelingen voor de vennootschap verrichten. De handelingen die de 
bestuurders binnen die bevoegdheid verrichten, worden aan de vennootschap toe-
gerekend. 
De Hoge Raad heeft voor de toerekening aan de vennootschap lange tijd de eis 
gehanteerd dat de handelingen verricht moesten worden door een 'orgaan van de 
rechtspersoon binnen de formele kring van zijn bevoegdheid'.W2 De Hoge Raad 
heeft die eis verruimd in het Kleuterschool Babbel-arrest.103 De handelingen die 
in het maatschappelijk verkeer als handelingen van de rechtspersoon gezien wor-
den, worden sinds dat arrest (ook) aan de rechtspersoon toegerekend. De hande-
lingen die de bestuurders verrichten binnen de bevoegdheid om de vennootschap 
te besturen, voldoen zowel aan het oude als aan het ' nieuwe' vereiste.104 
De vennootschap is aansprakelijk voor handelen dat niet voldoet aan de norm van 
niet onrechtmatig handelen, als dat handelen aan de vennootschap is toe te reke-
nen. Ook de bestuurder is onder omstandigheden voor dat handelen aansprakelijk. 
De vennootschap heeft namelijk de mogelijkheid die bestuurder namelijk intern 
aan te spreken. De vennootschap doet dat op basis van onbehoorlijke taakvervul-
ling.105 
De bestuurder die de administratieplicht van artikel 2:10 BW verzaakt, vervult 
zijn werkzaamheden bijvoorbeeld onbehoorlijk.106 De bestuurder moet een 'ern-
stig verwijt' kunnen worden gemaakt, aldus de Hoge Raad in het arrest 
Staleman.107 De Hoge Raad acht alle omstandigheden van het geval van belang. 
De volgende omstandigheden kunnen worden genoemd: 'de aard van de door de 
rechtspersoon uitgeoefende activiteiten, de (...) daaruit voortvloeiende risico 's, de 
taakverdeling binnen het bestuur, de eventueel voor het bestuur geldende richtlij-
nen, de gegevens waarover de bestuurder beschikte (...) alsmede het inzicht en de 
zorgvuldigheid die mogen worden verwacht van een bestuurder die voor zijn taak 
berekend is en deze nauwgezet vervuld'. 
102 HR 10 juni 1955, NJ 1955, 552 (Hel Noorden-Noord Hollandse) 
103 HR 6 apnl 1979, NJ 1980, 34 (Kleuterschool Babbel) 
104 Asser-Hartkamp 4-III, nr 258 
105 Art 2 9 BW 
106 Art 2 138 en 248 lid 2 BW 
107 HR lOjanuan 1997,NJ 1997, 360 (Staleman-Van de Ven), vgl ook HR 29 november 2002, LJN-nrAE7011 
en HR 4 apnl 2003, LJN-nr AF3419 (Skipper) 
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De bestuurder dient de schade die de vennootschap lijdt doordat hij zijn taak onbe-
hoorlijk vervult aan de vennootschap te vergoeden. De onbehoorlijke taakvervul-
ling vormt een toerekenbare tekortkoming in de nakoming van de verbintenis die 
de bestuurder met de vennootschap heeft.108 Denkbaar is dat het bestuur bestaat uit 
meer dan één bestuurder. De vennootschap kan van één bestuurder dan vergoeding 
van de volledige schade verlangen.109 Die bestuurder heeft regres op de andere 
bestuurders.110 De vennootschap hoeft niet te bewijzen welke bestuurder zijn taak 
onbehoorlijk heeft vervuld. De bestuurder meent dat hem geen verwijt treft, moet 
dat maar bewijzen. De tekortkoming in de taak die tot de werkkring van de 
bestuurder behoort, wordt die bestuurder aangerekend. Dat is alleen anders als de 
bestuurder bewijst dat die tekortkoming niet aan hem te wijten is en dat hij niet 
nalatig is geweest in het treffen van maatregelen om de gevolgen van die tekort-
koming afte wenden. De verdeling van taken verhindert niet dat bestuurders over 
de hoofdlijnen van het beleid en over andere belangrijke onderwerpen vanwege 
het beginsel van collegiaal bestuur samen dienen te besluiten.1" 
De vennootschap kan de bestuurder in beginsel niet intern aanspreken als de alge-
mene vergadering het bestuur heeft gedechargeerd."2 Décharge wordt door de 
algemene vergadering verleend wanneer de bestuurder verantwoording over het 
gevoerde beleid heeft afgelegd. De algemene vergadering mag décharge niet ver-
lenen door vaststelling of goedkeuring van de jaarrekening."3 Aan die eis wordt al 
voldaan door décharge als een apart punt op de agenda van de algemene vergade-
ring tot vaststelling of goedkeuring van de jaarrekening te vermelden. Décharge 
staat niet in de weg aan externe aansprakelijkheid van de bestuurder jegens een 
derde. 
De handeling van de bestuurder die niet voldoet aan de verplichting om niet 
onrechtmatig te handelen, wordt aan de vennootschap toegerekend als die hande-
ling binnen de bevoegdheid valt om de vennootschap te besturen. De handeling 
die niet aan de vennootschap wordt toegerekend, is voor rekening van de bestuur-
der. De bestuurder is dan niet intern aansprakelijk jegens de vennootschap. De 
bestuurder is dan onder omstandigheden extern aansprakelijk jegens de buiten de 
vennootschap staande derde. Die externe aansprakelijkheid breekt indirect in op 
de juridische onafhankelijkheid van de vennootschap als rechtssubject. Dat die 
aansprakelijkheid volgens de Hoge Raad bijzondere omstandigheden vereist, wekt 
dan ook geen verwondering. '14 
108 Asser-Maeijer 2-III, nr. 321 en Van Schilfgaarde 1998, nr 47 
109 Art 2:9 BW 
110 Art 6:7-14 BW. 
111 Asser-Maeijer 2-111, nr. 321 en Van Schilfgaarde 1998, nr. 47. 
112 Asser-Maeijer 2-III, nr. 325 
113 Art 2:101 en 210 lid 3 BW 
114 HR 15 januari 1993, NJ 1993,301 (Henkei) 
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De wet noemt in Boek 2 BW een aantal bijzondere omstandigheden. De bestuur-
der is onder omstandigheden naast de vennootschap (hoofdelijk) aansprakelijk als 
hij niet heeft voldaan aan de verplichting om de vennootschap in het Handels-
register in te schrijven."5 De bestuurder is daarnaast aansprakelijk jegens de boe-
del van de gefailleerde vennootschap als hij zijn werkzaamheden onbehoorlijk 
heeft vervuld en als vermoed wordt dat dat een belangrijke oorzaak van het fail-
lissement is. De bestuurder die de administratieplicht van artikel 2:10 BW heeft 
verzaakt, heeft zijn werkzaamheden onbehoorlijk vervuld en dat wordt vermoed 
een belangrijke oorzaak van het faillissement te zijn."6 De Hoge Raad vereist voor 
externe aansprakelijkheid buiten de door de wet genoemde omstandigheden dat de 
bestuurder behalve onrechtmatig handelen, een persoonlijk verwijt treft. De 
bestuurder in het Henkel-arrest werd bijvoorbeeld intensieve bemoeienis met de 
bedrijfsvoering verweten."7 
Ik wijs in verband met zowel de interne als de externe aansprakelijkheid van 
de bestuurder nog op artikel 2:11 BW. Dat artikel regelt de aansprakelijkheid van 
de bestuurder die een rechtspersoon is. "8 De (interne of externe) aansprakelijk-
heid van die bestuurder rust hoofdelijk op de natuurlijke personen die op het 
moment van het ontstaan van de aansprakelijkheid bestuurder waren van die 
rechtspersoon."9 Artikel 2:11 BW brengt een directe doorbraak van aansprake-
lijkheid, een directe inbreuk op de juridische onafhankelijkheid van de rechtsper-
soon (die een andere rechtspersoon bestuurt) teweeg. 
7.3.2.2 Rechtshandelen 
De bestuurders bezitten, zoals we in paragraaf 4.4 zagen, behalve de bevoegdheid 
om de vennootschap te besturen, de bevoegdheid om recÄ/jhandelingen voor de 
vennootschap te verrichten. Die rechtshandelingen worden aan de vennootschap 
toegerekend. De bevoegdheid van de bestuurder om de vennootschap te vertegen-
woordigen is immers 'onbeperkt en onvoorwaardelijk'.120 Dat neemt niet weg dat 
de bestuurder die een rechtshandeling die in strijd is met een (interne) beperking, 
mogelijk intern aansprakelijk is op basis van onbehoorlijke taakvervulling. 
De bestuurder die in strijd met een wettelijk voorgeschreven of toegelaten 
beperkingen een rechtshandeling heeft verricht, bindt (dus) de vennootschap. De 
vennootschap heeft de mogelijkheid om de rechtshandeling die in strijd met een 
wettelijke toegelaten beperking is verricht, te vernietigen. De beperking die is toe-
gelaten, moet in het Handelsregister ingeschreven staan, wil die vernietiging kans 
van slagen hebben.121 De wettelijk toegelaten beperking is namelijk optioneel en 
115 Art 2 69 en 180 lid 2 BW 
116 Art 2 138 en 248 BW 
117 HR 15 januan 1993, NJ 1993, 301 (Henkel) vgl ook HR 6 oktober 1989, NJ 1990, 286 (Beklamel), waann de 
bestuurder persoonlijk aansprakelijk werd gehouden wegens het voortzetten van verliesgevende activiteiten van 
de vennootschap 
118 Vgl over de vraag wie bestuurder in de zin van art 2 11 BW is HR 28 april 2000, NJ 2000,411 (Montedison) 
en recentelijk HR 14 maart 2008, LJN-nr BC1231 
119 Asser-Maeijer 2-111, nr 337 
120 Art 2 130 en 240 lid 3 BW 
121 Art 2 6 l id2BW 
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dus (anders dan de wettelijk voorgeschreven beperking) minder kenbaar voor de 
wederpartij.122 
7.3.3 Commissarissen 
De commissarissen bezitten, zoals we in paragraaf 4.5 zagen, twee bevoegdheden 
die de vennootschap in staat stellen om te handelen: de bevoegdheid om toezicht 
te houden en de bevoegdheid om rechtshandelingen voor de vennootschap te ver­
richten als de bestuurders een met de vennootschap tegenstrijdig belang hebben. 
De bevoegdheid om toezicht te houden, brengt mee dat de commissans feitelijke 
handelingen voor de vennootschap verricht. De door de commissaris verrichte fei­
telijke handelingen worden aan de vennootschap toegerekend als die handelingen 
in het maatschappelijk verkeer als handelingen van de vennootschap hebben te 
gelden.'23 De feitelijke handelingen die de commissaris binnen de bevoegdheid 
om toezicht te houden verricht, voldoen aan dat vereiste.124 
De vennootschap is aansprakelijk voor handelen dat niet voldoet aan de norm 
van artikel 6:162 BW als dat handelen aan de vennootschap is toe te rekenen. De 
commissaris is onder omstandigheden ook aansprakelijk voor dat handelen. De 
vennootschap kan de commissaris intern namelijk aanspreken voor onbehoorlijke 
taakvervulling. De artikelen 2:149 en 259 BW verklaren artikel 2:9 BW voor de 
commissaris van namelijk overeenkomstige toepassing. Die artikelen zien overi­
gens niet op de situatie dat de commissaris incidenteel bestuursdaden verricht. Op 
die situatie ziet namelijk artikel 2:9 BW dat via de artikelen 2:151 en 261 BW op 
die situatie van overeenkomstige toepassing is verklaard. De commissaris die inci­
denteel bestuursdaden verricht, is dus op dezelfde voet aansprakelijk als de 
bestuurder. Die aansprakelijkheid is denkbaar als de commissaris een rechtshan­
deling verricht omdat de bestuurder een tegenstrijdig belang heeft. De rechtshzn-
delingen die de commissaris dan verricht, worden de vennootschap wel toegere­
kend.125 
De commissaris is onder omstandigheden jegens een derde persoonlijk aan­
sprakelijk als hij een handeling verricht die jegens die derde onrechtmatig is en 
die niet aan de vennootschap is toe te rekenen.126 De commissaris is onder omstan­
digheden bovendien aansprakelijk jegens een derde op basis van de wet.127 
7.3.4 Functionarissen, ondergeschikten en niet ondergeschikten 
De vennootschap is vrij in de verdeling van de werkzaamheden die niet door Boek 
2 BW verdeeld worden. Die werkzaamheden worden doorgaans contractueel ver­
deeld. De personen over wie die werkzaamheden verdeeld worden, verdeelde ik in 
122 Slagter 2005, ρ 91 
123 HR 6 april 1979, NJ 1980, 34 (Kleuterschool Babbel) 
124 HR 10 juni 1955, NJ 1955, 552 (Het Noorden-Noord Hollandse) 
125 Art 2 150 en 260 en 2149 en 259 BW 
126 HR 22 december 1961, NJ 1962, 43 (Anëns-Van de Loo) 
127 Vgl.: 2 150 en 260 en 2.149 en 259 BW 
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paragraaf 4.6 in drie categorieën, te weten functionarissen, ondergeschikten of 
niet ondergeschikten. Ik ontleen die categorieën aan het vermogensrecht, dat 
bepaalt wanneer de door die personen ter uitvoering van die (niet door Boek 2 BW 
verdeelde) werkzaamheden verrichte handelingen aan de vennootschap worden 
toegerekend en wanneer die handelingen voor risico van de vennootschap zijn. 
7.3.4.1 Feitelijk handelen 
De door de functionaris verrichte feitelijke handeling die niet voldoet aan de norm 
van artikel 6:162 BW, is aan de vennootschap toe te rekenen als die handeling in 
het maatschappelijk verkeer als handeling van de vennootschap heeft te gelden.128 
Het uit het vertrouwensbeginsel voortvloeiende beginsel van eenheid van organi-
satie brengt dat met zich mee. De handeling die niet als handeling van de ven-
nootschap heeft te gelden, geldt als handeling van de functionaris. De functiona-
ris is voor die handeling zelf aansprakelijk als voldaan is aan de voorwaarden van 
artikel 6:162 BW.129 
Ook de feitelijke handeling van de functionaris waardoor de vennootschap toe-
rekenbaar tekort komt in de nakoming van een verbintenis die op de vennootschap 
rust, is de vennootschap toe te rekenen.130 De functionaris is voor die handeling 
zelf aansprakelijk als hij door die handeling zelf jegens de wederpartij van de ven-
nootschap aan artikel 6:162 BW voldoet. De functionaris is voor die handeling 
jegens de vennootschap aansprakelijk als hij jegens de vennootschap toerekenbaar 
tekort komt in de nakoming van de overeenkomst die hij met de vennootschap 
heeft. 
De feitelijke handeling van de ondergeschikte of de niet ondergeschikte van de 
vennootschap wordt op grond van het vermogensrecht aan de vennootschap toe-
gerekend als de vennootschap door die handeling toerekenbare tekort komt in de 
nakoming van een door de vennootschap te voldoene verbintenis. De onderge-
schikte of niet ondergeschikte heet dan 'hulppersoon'.'31 De hulppersoon is voor 
die handeling zelf aansprakelijk als hij jegens de wederpartij van de vennootschap 
zelf aan artikel 6:162 BW heeft voldaan. De hulppersoon is jegens de vennoot-
schap aansprakelijk als hij jegens de vennootschap toerekenbaar tekort komt in de 
nakoming van de overeenkomst die hij met de vennootschap heeft. 
De feitelijke handeling van de ondergeschikte of niet ondergeschikte die 
onrechtmatig is, wordt niet aan de vennootschap toegerekend. De vennootschap is 
op grond van het vermogensrecht voor die handelingen onder omstandigheden 
wel risico aansprakelijk. De vennootschap is voor het onrechtmatige handelen van 
de ondergeschikte aansprakelijk als er een verband is tussen de 'fout' van de 
ondergeschikte en de aan die ondergeschikte toebedeelde taak.132 De onderge-
128 HR 6 apnl 1979, NJ 1980, 234 (Kleuterschool Babbel). 
129 Vgl art 6 162 BW 
130 HR 25 juni 1999, NJ 2000, 33 (Verhuurster in de kou) 
131 Art 6 76 BW, vgl Hijma en Olthof 1996, nr 371. 
132 Art 6 170 jo 162 lid 2 en 3 BW 
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schikte dient intem in de schade bij te dragen als hij Opzettelijk of bewust roeke-
loos' handelde.133 De vennootschap is aansprakelijk voor de onrechtmatige han-
deling van de (ondergeschikte van de) niet ondergeschikte als de fout is begaan bij 
werkzaamheden die verricht werden ter uitvoering van het bedrijf van de ven-
nootschap. I3', 
7.3.4.2 Rechtshandelen 
De functionaris, de ondergeschikte en/of de niet ondergeschikte verrichten voor 
de vennootschap behalve feitelijke handelingen, recAtehandelingen. De rechts-
handeling die binnen de bevoegdheid om te vertegenwoordigen in naam van de 
vennootschap wordt verricht, wordt aan de vennootschap toegerekend.135 
De functionaris, de ondergeschikte en/of de niet ondergeschikte ontleent de 
bevoegdheid om te vertegenwoordigen, zoals we in paragraaf 4.6 zagen, door-
gaans aan een volmacht of een last. De door de functionaris, de ondergeschikte 
en/of de niet ondergeschikte onbevoegd verrichte rechtshandeling wordt niet aan 
de vennootschap toegerekend. De volmacht en de last verschillen in dat opzicht 
van de wettelijke vertegenwoordigingsbevoegd van het bestuur. De door de 
bestuurder buiten de wettelijke vertegenwoordigingsbevoegdheid verrichte rechts-
handeling wordt wel aan de vennootschap toegerekend. 
De vennootschap en de wederpartij van de vennootschap hebben de mogelijk-
heid om de onbevoegd verrichte rechtshandeling alsnog tot stand te laten komen. 
De vennootschap kan de onbevoegd in zijn naam verrichte rechtshandeling name-
lijk bekrachtigen. De rechtshandeling krijgt dan het rechtsgevolg dat ze zou heb-
ben gehad als ze (wel) krachtens een toereikende volmacht of last zou zijn ver-
richt. De bekrachtiging heeft terugwerkende kracht, maar de door de vennoot-
schap vóór de bekrachtiging aan derden verleende rechten blijven gehandhaafd.136 
De wederpartij van de vennootschap kan de bekrachtiging frustreren door te 
laten weten dat zij de rechtshandeling als ongeldig beschouwd. De wederpartij 
heeft die mogelijkheid niet als zij op het tijdstip dat zij handelde, wist of had moe-
ten weten dat een toereikende volmacht of last ontbrak.137 De wederpartij kan de 
vennootschap ook een redelijke termijn stellen. De rechtshandeling die niet voor 
het verstrijken van die termijn wordt bekrachtigd, wordt definitief ongeldig.138 
De wederpartij kan een rechtshandeling tot stand laten komen als zij zich kan 
beroepen op bescherming van het gerechtvaardigd vertrouwen.139 De wederpartij 
moet dan op grond van een verklaring of gedraging van de vennootschap hebben 
aangenomen en redelijkerwijs hebben mogen aannemen dat een toereikende vol-
macht was verleend. De wederpartij mag dat niet wanneer de beperking van de 
133 Art 6 170 lid 3 BW en/of art 7 661 BW Vgl. over de vraag in hoeverre art. 2 9 BW art 6 170 lid 3 en 7 661 
BW invult voor bestuurders die ondergeschikten zijn, bijvoorbeeld Assink en Olden 2005 en Orsel 2005 Ik 
bespreek die kwestie met 
134 Art. 171 jo 162 lid 2 en 3 BW 
135 Art 3 66 BW 
136 Art 3 69 BW 
137 Art 3.69 lid 3 BW 
138 Art 3 69 lid 4 BW 
139 Art 361 lid 2 BW 
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volmacht in het Handelsregister was ingeschreven. Dat is anders als de beperkin­
gen zo ongebruikelijk zijn dat de wederpartij ze niet hoefde te verwachten.140 
De onbevoegd verrichte rechtshandeling wordt de functionaris, de onderge­
schikte en/of de niet ondergeschikte niet toegerekend. De functionaris, de onder­
geschikte en/of de niet ondergeschikte verricht de rechtshandeling namelijk niet 
in eigen naam. Dat neemt niet weg dat de onbevoegd handelende functionaris, 
ondergeschikte en/of niet ondergeschikte aansprakelijk kan zijn op basis van arti­
kel 3:70 BW. Dat artikel verplicht de functionaris, de ondergeschikte en/of de niet 
ondergeschikte die als gevolmachtigde of als lasthebberN1 optreedt om jegens de 
'wederpartij' in te staan voor (de omvang van) de vertegenwoordigingsbevoegd­
heid. Hijma en Olthof menen dat die verplichting een (stilzwijgend en eenzijdig 
aangegane) garantieverbintenis schept.142 De functionaris, de ondergeschikte en/of 
de niet ondergeschikte is jegens de 'wederpartij' aansprakelijk als hij niet voldoet 
aan de verplichting om niet toerekenbaar tekort te komen.143 De functionaris, de 
ondergeschikte en/of de niet ondergeschikte is niet aanspreekbaar als de 'weder­
partij' van de vennootschap weet of behoort te weten dat een toereikende verte­
genwoordigingsbevoegdheid ontbrak. De vennootschap kan de functionaris, de 
ondergeschikte en/of de niet ondergeschikte om die reden niet aanspreken op basis 
van artikel 3:70 BW. 
7.5.5 Vennootschappen 
De vennootschap is, zoals gezegd, feitelijk niet in staat te handelen. In de vorige 
paragraaf besprak ik dat de vennootschap handelt door middel van natuurlijke per­
sonen. Het gevolg van bedrijfsmatig handelen is echter niet altijd op een bepaal­
de natuurlijke persoon terug te voeren. Denk aan hinder en stank, het verspreiden 
van reclamemateriaal en het vervaardigen van onrechtmatige producten. Volgens 
Van der Grinten dient (ook) dat handelen als handelen van de vennootschap te 
worden beschouwd als het in het maatschappelijk verkeer als handelen van de 
vennootschap heeft te gelden.144 
7.3.6 Moedermaatschappijen 
Het antwoord op de vraag welke door de bij de vennootschap betrokken natuurlij­
ke personen verrichte handelingen voor rekening van de vennootschap komen, 
verandert in beginsel niet wanneer die personen werkzaam zijn voor een vennoot­
schap die een dochter- of een moedermaatschappij is. 
De moedermaatschappij heeft als aandeelhoudster in de dochter evenwel de 
bevoegdheid om de bestuurders van de dochter te ontslaan. Die bevoegdheid stelt 
de moeder, zoals we in paragraaf 4.8.4 hebben gezien, in staat de bestuurders van 
140 Art 3 61 lid 3 BW 
141 Art 3 79 BW 
142 Hijma en Olthof 1996, ρ 55 
143 Art 6 74 BW 
144 Asser-Van der Grinten 2-III, nr 168, vgl ook Van Schilfgaarde 1998, nr 60 
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de dochter te instrueren. De moeder is als aandeelhoudster in de dochter in prin-
cipe niet aansprakelijk voor de onrechtmatige rechtsgevolgen van die instructies. 
De aandeelhouder is namelijk 'niet persoonlijk aansprakelijk voor hetgeen in 
naam van de vennootschap wordt verricht en is niet gehouden boven het bedrag 
dat op zijn aandeel behoort te worden gestort in de verliezen van de vennootschap 
bij te dragen'.M5 De rechtsgevolgen van die instructies zijn via doorbraak van aan-
sprakelijkheid onder omstandigheden wel voor rekening van de moeder. 
Doorbraak van aansprakelijkheid van de dochter naar de moeder vloeit voort uit 
vereenzelviging of onrechtmatige daad. 
7.3.6.1 Vereenzelviging 
Doorbraak van aansprakelijkheid van de dochter naar de moeder op basis van ver-
eenzelviging betekent dat voorbij wordt gegaan aan de juridische onafhankelijk-
heid van de moeder en de dochter.146 Doorbraak van aansprakelijk op basis van 
vereenzelviging is dus direct: vennootschappen die formeel zelfstandig zijn, wor-
den materieel één en dezelfde. Dat maakt van vereenzelviging 'zwaar geschut', 
zoals Timmerman schrijft.147 De aansprakelijkheid van de dochter wordt voor de 
volledige schuld uitgebreid naar de moeder - wat bij de hierna te bespreken aan-
sprakelijkheid op grond van onrechtmatige daad niet het geval is.148 
Gezien de vergaande gevolgen van doorbraak van aansprakelijkheid op grond 
van vereenzelviging overweegt de Hoge Raad in het Rainbow-arrest dat vereen-
zelviging gereserveerd wordt voor gevallen van uitzonderlijke aard.149 De (enke-
le) verwevenheid van vennootschappen levert onvoldoende grond op voor vereen-
zelviging.150 De overheveling van activa van de ene naar de andere vennootschap 
met geen ander doel dan de fiscus te benadelen ook niet.1'', De Hoge Raad vindt 
wel uitzonderlijk de casus die aan het Krijger-Citco-arrest voorafgaat.152 De casus 
betrof echter geen doorbraak van aansprakelijkheid van de dochter naar de moe-
der, maar van een vennootschap naar de rechtsopvolger van die vennootschap. 
Door de overgang van de vennootschap dreigde een legaal gelegd beslag te wor-
den gefrustreerd. De Hoge Raad oordeelt voorts 'vereenzelvigingsachtig'153 in de 
Gaswacht-arresten154, waarin eveneens vereenzelviging van een vennootschap met 
de bedrijfsopvolger werd gevorderd. De Hoge Raad heeft vereenzelviging van de 
moeder met de dochter nog nooit aangenomen. De mogelijkheid van doorbraak 
van aansprakelijkheid op grond van vereenzelviging is aldus slechts in theorie van 
betekenis. 
145 Art 2 64 en 175 lid 1 BW 
146 Asser-Maeijer 2-III, nr 621 
147 Timmerman 2001, ρ 299 
148 Vgl Slagter 2005, ρ 126-127 
149 HR 13 oktober 2000, NJ 2000, 698 (Rainbow) 
150 Bartman en Doiresteijn 2000, ρ 219 onder verwijzing van HR I6jimi 1995,NJ 1996, 214 (Bato) 
151 HR 13 oktober 2000, NJ 2000, 698 (Rainbow) 
152 HR 9 juni 1995, NJ 1996, 213 (Knjger-Citco) 
153 Timmerman 2001, ρ 299 
154 HR 19 september 1997, NJ 1998, 255 en 256 (Gaswacht-arresten) 
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7.3.6.2 Onrechtmatige daad 
Doorbraak van aansprakelijkheid van de dochter naar de moeder op basis van 
onrechtmatige daad wordt door de Hoge Raad wel aangenomen. Doorbraak op 
basis van onrechtmatige daad is indirect. De regel dat vennootschappen zelfstan­
dig zijn, wordt door die doorbraak niet verlaten. De moeder is namelijk niet aan­
sprakelijk voor handelen van de dochter dat onrechtmatig is. De moeder is aan­
sprakelijk voor haar eigen handelen als aandeelhoudster in de dochter dat jegens 
de schuldeisers van de dochter onrechtmatig is. De handelswijze van de moeder 
zelf moet dus onrechtmatig zijn, wil sprake zijn van indirecte doorbraak van aan­
sprakelijkheid. De Hoge Raad vereist daarnaast de aanwezigheid van bijzondere 
omstandigheden. '5 5 
De Hoge Raad neemt die bijzondere omstandigheden voor het eerst aan in het 
Osby-arrest.156 De casus die aan het arrest ten grondslag ligt, is als volgt. De moe­
der verstrekt als enig aandeelhoudster krediet aan de dochter. De moeder verwerft 
vervolgens vrijwel alle activa van de dochter in zekerheidseigendom. De dochter 
biedt daardoor geen verhaal meer aan nieuwe schuldeisers. De benadeling van 
schuldeisers van de dochter door de moeder is volgens de Hoge Raad onrechtma­
tig als aan drie voorwaarden is voldaan. Ten eerste moet de moeder als aandeel-
houdster inzicht in en zeggenschap over het beleid van de dochter hebben.157 Ten 
tweede moet de moeder weten of behoren te weten dat de schuldeisers van de 
dochter worden benadeeld. Het vereiste van wetenschap van benadeling wordt 
verder uitgewerkt in het arrest Keulen-Bouwfonds158, waar uit volgt dat meer ver­
eist is dan alleen een grote mate van verwevenheid tussen moeder en dochter. De 
moeder moet ernstig rekening hebben moeten houden met de mogelijkheid dat de 
schuldeisers van de dochter door haar handelen schade zouden lijden Ίη die zin 
dat er toen voor die mogelijkheid concrete aanwijzingen waren'. Tot slot stelt de 
Hoge Raad de voorwaarde dat de moeder ondanks de wetenschap van benadeling 
een zorgplicht jegens de schuldeisers van de dochter schendt. 
De Hoge Raad houdt de moeder ook in het arrest Albada Jelgersma aanspra­
kelijk jegens de schuldeisers van de dochter.159 De casus vormt een variant op de 
casus van het Osby-arrest.160 Ook hier heeft de moeder als aandeelhoudster zeg­
genschap over de dochter. De moeder weet dat de financiële positie van de doch-
ter onhoudbaar is. De moeder weet of behoort bij het geven van leverancierskre-
diet te weten dat de leverancier benadeeld zal worden. De moeder voldoet jegens 
de leverancier niet aan de verplichting om niet onrechtmatig te handelen door na 
te laten maatregelen te nemen. De omstandigheid dat de moeder zich intensief en 
indringend met de dochter bemoeide en dat zij in feite zeggenschap over de 
bedrijfsvoering van de dochter had, is van belang. Daarnaast is van belang dat de 
155 HR 4 oktober 1991, NJ 1992, 247 (Glory Wave) 
156 HR 25 september 1981, NJ 1982, 443 (Osby) 
157 Volgens Asser-Maeijer 2-1II, nr 624 moet het gaan om feitelijke zeggenschap, Bartman en Dorresteijn vinden 
juridische zeggenschap als bedoeld in artikel 2 24a BW voldoende, Bartman en Dorresteijn 2006, ρ 242 
158 HR 9 mei 1986, NJ 1986, 792 (Keulen-Bouwfonds) 
159 HR 19februan 1988, NJ 1988,487 (Albada Jelgersma), vgl HR2I december 2001, JOR2002, 38(Hurks II) 
160 Asser-Maeijer 2-III, nr 624 
Hoofdstuk 7 89 
moeder 'op grote schaal ruchtbaarheid' gaf aan het feit dat zij de dochter had over-
genomen. Daardoor was bij leveranciers een onjuiste schijn van kredietwaardig-
heid gewekt. De moeder schendt daarmee de jegens de leverancier in acht te 
nemen zorgplicht. 
De door de moeder gepleegde onrechtmatigheid bestaat in Osby en Albada 
Jelgersma uit benadeling van schuldeisers van de dochter door de schijn van kre-
dietwaardigheid van de dochter te wekken. De onrechtmatigheid die de moeder in 
het Nimox-arrest verweten wordt, verschilt daarvan.161 De casus betreft een moe-
der die als enig aandeelhoudster besluit dividend uit te keren. Dat besluit op zich 
is rechtsgeldig.162 De reserves van de dochter verdwijnen door dat besluit vrijwel 
geheel. De moeder leent het door de dochter uitgekeerde bedrag terug aan de 
dochter. De vordering die de moeder op de dochter heeft, verkoopt de moeder vlak 
voor dat de dochter failliet gaat aan een factoormaatschappij. De achtergestelde 
vordering van de moeder wordt daardoor een concurrente. De 'vermogensont-
trekking' door de moeder geschiedt op het moment dat dat vermogen nodig is om 
de verliezen die dochter lijdt en gaat lijden, te bestrijden.163 De moeder benadeelt 
dus de overige schuldeisers. De Hoge Raad houdt de moeder daar aansprakelijk 
voor. De moeder handelt onrechtmatig door de totstandkoming van het besluit om 
dividend uit te keren, te bewerkstelligen. 'Onjuist is\ aldus de Hoge Raad 'dat het 
stemmen in een algemene vergadering van aandeelhouders moet worden aange-
merkt als een handeling van de vennootschap en derhalve [...] geen onrechtmati-
ge daad van de aandeelhouder kan opleveren'. 
De derde vorm van benadeling van schuldeisers die een onrechtmatige daad door 
de moeder oplevert, komt in het arrest Stalt-Coral aan de orde.164 De casus is als 
volgt. De dochter heeft een schuld bij Coral. De dochter biedt geen verhaal (meer) 
op het moment dat die schuld voldaan moet worden. De dochter blijkt een belang-
rijk deel van de activa aan de moeder over te hebben gedragen. De vorderingen 
van 'gewone' schuldeisers en intra-groepsvorderingen worden uit de opbrengst 
van de overdracht voldaan. Coral stelt te zijn benadeeld door de selectieve betaling 
door de dochter. Coral verwijt de moeder hierin de hand te hebben gehad door 
zich intensief met de gang van zaken bij de dochter te bemoeien. Coral verwijt de 
moeder onrechtmatig handelen jegens haar. De Hoge Raad oordeelt dat de moe-
der inderdaad onrechtmatig handelde jegens Coral als het door Coral gestelde vast 
komt te staan. 
De conclusie is dat van doorbraak van aansprakelijkheid van de dochter naar de 
moeder niet snel sprake is. De dochter is in de regel zelf aansprakelijk voor 
onrechtmatig handelen van de bij haar betrokken natuurlijke personen. De (indi-
lo 1 HR 8 november 1991, NJ 1992, 147 (Nimox) 
162 Vgl. art 2 15 BW. 
163 Asser-Maeyer 2-III, nr 625, vgl HR 4 oktober 1991, NJ 1992, 247 (Glory Wave). 
164 HR 12 juni 1998, NJ 1998, 727 (Stalt-Coral). 
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recte) uitzondering op die regel heeft betrekking op de situatie dat de moeder als 
aandeelhoudster in de dochter zelf jegens de schuldeisers van de dochter onrecht­
matig handelt, waardoor die schuldeisers (financieel) benadeeld worden. 
7.3.6.3 Vrijwillig 
Ik merk nog op dat de conclusie dat het handelen van de ene vennootschap in 
beginsel niet voor rekening van de andere vennootschap is, uiteraard geen betrek­
king heeft op het geval dat de ene vennootschap zich vrijwillig aansprakelijk stelt 
voor het handelen van de andere vennootschap. 
Denkbaar is in de eerste plaats dat de moeder zich aansprakelijk stelt voor het 
handelen van de dochter. De moeder verricht daartoe een eenzijdige of meerzijdi­
ge rechtshandeling. De meerzijdige rechtshandeling betreft bijvoorbeeld de over­
eenkomst van borgtocht. De moeder verplicht zich daarin om de overeenkomst die 
een derde met de dochter heeft, na te komen.165 De moeder kan aansprakelijkheid 
voor handelen van de dochter ook aanvaarden door een eenzijdige rechtshande­
ling. Die rechtshandeling kan gericht zijn tot de wederpartijen van de dochter in 
het algemeen. De vrijwillige aansprakelijkheidstelling door de moeder wordt 
soms door de wet vereist. De moeder die de dochter wil vrijstellen van publicatie 
van de jaarrekening bijvoorbeeld, moet op basis van artikel 2:403 BW aansprake­
lijkheid voor die dochter aanvaarden. Die verklaring van aansprakelijkheid moet 
bij het Handelsregister gedeponeerd worden.166 
Ook de dochter heeft de mogelijkheid zich aansprakelijk te stellen voor het 
handelen van een andere vennootschap. De dochter doet dat formeel vrijwillig, 
maar in de praktijk doet de dochter dat veelal op 'verzoek' van de moeder. De 
moeder kan dat verzoek kracht bijzetten door de bevoegdheid om de bestuurders 
van de dochter te ontslaan. De aansprakelijkheidstelling die het doel van de ven­
nootschap overschrijdt, kan worden aangetast.167 
7.4 Toerekening weten 
Het niet naleven van de rechten en plichten die de vennootschap bij het gebruik 
van informatie met het oog op artikel 6:162 BW dient te respecteren, vereist af en 
toe dat de vennootschap wetenschap van informatie heeft. De vennootschap is 
echter 'een leeghoofd, een hersenloos schepsel', zoals Lennarts zegt.168 De derde 
en laatste vraag die in dit hoofdstuk beantwoord wordt, is dan ook of en zo ja, hoe 
de vennootschap wetenschap van informatie kan hebben. Het antwoord op die 
vraag verschilt weinig van het antwoord op de vraag hoe de vennootschap feite­
lijk kan handelen; zoals handelen onder omstandigheden voor rekening van de 
vennootschap is, is wetenschap van informatie dat onder omstandigheden ook. 
165 Art 7 850 BW 
166 Bartman en Dorresteijn 2006, ρ 193-211 
167 Art 2 7 BW, vgl Bartman en Dorresteijn 2006, 216-217 
168 Lennarts 2002, ρ 58 
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De wetenschap \&n functionarissen wordt aan de vennootschap toegerekend wan­
neer die wetenschap als wetenschap van de vennootschap heeft te gelden.169 De 
Hoge Raad heeft die maatstaf in het Kleuterschool Babbel-arrest geformuleerd 
voor toerekening van handelen van functionarissen.'70 De Hoge Raad hanteert die 
maatstaf in het arrest Los Gauchos ook voor toerekening van informatie van func­
tionarissen aan de vennootschap.171 De omstandigheden van het geval bepalen hoe 
het Kleuterschool Babbel-criterium wordt ingevuld. Tjittes noemt een aantal 
omstandigheden. '7 2 
Ten eerste is bij de invulling van het Kleuterschool Babbel-criterium van 
belang of de informatie waar de functionaris over beschikt verband houdt met een 
norm die de vennootschap beoogt te beschermen. De informatie wordt minder 
snel aan de vennootschap toegerekend als dat het geval is.173 Tjittes noemt het 
voorbeeld van de functionaris die beschikt over strafrechtelijke informatie van de 
vennootschap.174 Die informatie is onder omstandigheden van belang voor de ver­
zekeraar. Die informatie wordt minder snel aan de vennootschap toegerekend. De 
vennootschap verdient als verzekeringnemer bescherming tegen de verzekeraar.175 
Deze beperking zal zich bij vennootschappen overigens niet vaak voordoen: de 
ene vennootschap hoeft in het algemeen niet beschermd te worden tegenover de 
andere. 
De tweede omstandigheid die bij de invulling van het Kleuterschool Babbel­
criterium van belang is, is wie de wetenschap bezit. Die omstandigheid is van 
belang omdat wetenschap van anderen dan functionarissen, net als handelen van 
anderen dan functionarissen, niet aan de vennootschap wordt toegerekend. De wet 
brengt het handelen van die anderen onder voorwaarden wel voor risico van de 
vennootschap.176 De wetenschap van die anderen brengt de wet evenwel niet voor 
rekening van de vennootschap. 
Degene die een post binnen een orgaan van de vennootschap bekleedt, wordt 
als functionaris aangemerkt.177 Degene die feitelijk de bedrijfsleiding voert, ook. 
Dat blijkt uit het arrest van de Hoge Raad in een belastingfraudezaak.178 De casus 
betreft de ondergeschikte die feitelijk als directeur optrad, maar dat formeel niet 
was. De ondergeschikte pleegt belastingfraude. De Hoge Raad beantwoordt de 
vraag of de wetenschap van die ondergeschikte aan de vennootschap toegerekend 
kan worden bevestigend. De ondergeschikte opereert volgens de Hoge Raad op 
een vergelijkbaar niveau als de formele directeur. De zakenrelaties van de ven-
169 Klaassen 1999, ρ 92, Tjittes 2001b, ρ 39 en Lennarts 2002, ρ 59 
170 HR 6 apnl 1979, NJ 1980, 234 (Kleuterschool Babbel) 
171 HR 11 mei 1990, NJ 1990, 544 (Los Gauchos) 
172 Tjittes 2001b, ρ 41 Tjittes ontleent een aantal gezichtspunten aan de wetsgeschiedenis met betrekking tot toe­
rekening van gedragingen van fiinctionanssen aan de rechtspersoon 
173 Tjittes 2001b, ρ 40 
174 Tjittes 2001b, ρ 41 
175 Vgl HR 13 oktober 2000, NJ 2000, 698 (Aegon-BMA) 
176 Art 6 76 en 6 170-172 BW, vgl paragraaf 4 6 1 
177 Tjittes 2001b, ρ 42 
178 HR 3 november 1982, NJ 1983, 510 
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nootschap zien de ondergeschikte als directeur. De feitelijke inhoud van de fiinc-
tie bepaalt of iemand deel van de bedrijfsleiding uitmaakt, want 'm deze tijden van 
titelinflatie wordt iemand al spoedig 'manager' of'bedrijfsleider' genoemd, terwijl 
hij in feite geen wezenlijke invloed heeft of kan hebben op het desbetreffende 
gedrag van de organisatie', aldus Tjittes.179 Die opvatting onderschrijft de opvat­
ting van de Hoge Raad in het arrest Los Gauchos.180 De casus betreft de beteke­
ning van een verstekvonnis aan een ondergeschikte. De ondergeschikte is 
'bedrijfsleider'. De vraag die de Hoge Raad beantwoordt, is of de vennootschap 
door de betekening aan de ondergeschikte bekend was met het verstekvonnis. De 
Hoge Raad oordeelt dat de wetenschap van de ondergeschikte niet aan het restau­
rant is toe te rekenen omdat de ondergeschikte zich als bedrijfsleider alleen met 
de dagelijkse leiding van het restaurant bezig hield. De ondergeschikte is niet 
meer dan beperkt vertegenwoordigingsbevoegd en niet bevoegd om te beslissen of 
het verzet ingesteld werd. 
De wetenschap van de ondergeschikte is (dus) in beginsel niet aan de ven­
nootschap toe te rekenen. De positie van de ondergeschikte die wetenschap heeft, 
is echter niet allesbepalend. De wetenschap van de ondergeschikte is namelijk wel 
aan de vennootschap toe te rekenen als de werkzaamheden van de ondergeschik­
te meebrengen dat hij wetenschap heeft of dat hij zorgt dat een ander die weten­
schap heeft.181 De Duitse literatuur duidt die ondergeschikte aan als 
Wissensvertreter. Denk aan een medewerker van de afdeling Personeel en 
Organisatie van een werkmaatschappij van het olieconcern. Diens werkzaamhe­
den brengen wetenschap mee van opgenomen verzuim- en verlofdagen van de 
voor die werkmaatschappij werkzame personen. 
Tenslotte is bij de invulling van het Kleuterschool Babbel-criterium de omstan­
digheid van belang of de wetenschap verkregen werd tijdens of in verband met de 
uitoefening van de functie.182 Toerekening van wetenschap aan de vennootschap 
vereist dat de wetenschap functioneel is. De wetenschap van de medewerker van 
een bankkantoor dat een bepaalde klant verhuisd is, wordt niet aan het bankkan­
toor toegerekend als die medewerker die wetenschap bezit doordat die klant zijn 
buurman is. 
De vennootschap heeft niet alleen wetenschap door toerekening van wetenschap 
van natuurlijke personen. Onder omstandigheden wordt wetenschap (net als han­
delen)183 bij de vennootschap gefingeerd. 
Dat is in de eerste plaats het geval als wetenschap niet tot een bepaalde func­
tionaris te herleiden is. De Hoge Raad fingeert wetenschap om die reden in het 
arrest Bewoners-Maassluis.184 De casus die voorafging is als volgt. De gemeente 
179 Tjines 2001b, ρ 43 
180 HR 11 mei 1990, NJ 1990, 544 (Los Gauchos) 
181 Lennarts 2002, ρ 59-60 
182 De Graaf 2000 ρ 108-109 
183 Vgl paragraaf735 
184 HR 9 Oktober 1992, NJ 1994, 286 (Bewoners-Maassluis) 
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Maassluis verkoopt vervuilde bouwgrond. De kopers van de grond verwijten de 
gemeente onzorgvuldig te hebben gehandeld. Het geschil spitst zich toe op de 
vraag of de gemeente (als publiekrechtelijke rechtspersoon) op het moment dat zij 
de grond uitgeeft, weet of behoort te weten dat die grond vervuild is. Die weten-
schap blijkt niet door toerekening aan de gemeente te construeren omdat het 'ken-
nis uit het verleden (opgeslagen in documenten of andere gegevensdragers)' 
betreft 'gecombineerd met de huidige wetenschap van diverse personen van ver-
schillende afdelingen\ aldus Tjittes.185 
De wetenschap wordt voorts bij de vennootschap gefingeerd als het niet nodig 
is om wetenschap tot een bepaalde functionaris te herleiden. Denk aan de weten-
schap van een bepaalde bedrijfspolitiek; van een structureel niet naleven van wet-
geving en van andere voor de vennootschap gebruikelijke gedragingen.186 De 
wetenschap die de normale gang van zaken binnen de vennootschap betreft, bezit 
de vennootschap zelf. Die wetenschap hoeft niet via de functionaris aan de ven-
nootschap te worden toegerekend. 
De vaststelling dat de wetenschap van bepaalde natuurlijke personen aan de ven-
nootschap is toe te rekenen, roept tenslotte de vraag op of de wetenschap van de 
ene vennootschap aan de andere vennootschap is toe te rekenen. De juridische 
onafhankelijkheid van de vennootschap staat in beginsel aan die toerekening in de 
weg. De op die regel denkbare uitzonderingen zijn door Lennarts besproken.187 
De eerste uitzondering betreft die dat de wetenschap van de dochter voor rekening 
van de moeder is. De tweede die dat de wetenschap van de moeder voor rekening 
van de dochter is. De derde en laatste mogelijkheid betreft die dat de wetenschap 
van de ene vennootschap voor rekening is van de andere vennootschap.188 
De vraag of de wetenschap van de dochter voor rekening van de moeder is, is 
volgens Lennarts189 aan de orde in het arrest Stalt-Coral.190 Ik besprak de casus die 
aan het arrest ten grondslag ligt in paragraaf 7.3.6. De Hoge Raad moest (onder 
meer) oordelen over de vraag of de moeder wist dat de schuldeiser van de doch-
ter, Coral, als gevolg van de door de dochter gedane betalingen, niet meer betaald 
kon worden. De Hoge Raad oordeelt dat Coral daartoe (onder andere) intensieve 
bemoeienis van de moeder met de dochter moet aantonen. Coral moet daarnaast 
bewijzen dat de moeder de hand heeft gehad in de beëindiging van de bedrijfsac-
tiviteiten van de dochter. De Hoge Raad vervolgt dat als Coral in dat bewijs slaagt, 
de moeder en de dochter op het tijdstip van de betaling door de dochter geacht 
moeten worden over dezelfde wetenschap te beschikken. De vraag die de gemoe-
deren in de literatuur bezighoudt, is op welke grond de moeder dan volgens de 
Hoge Raad over wetenschap beschikt. 
185 Tjittes 2001b, ρ 45. 
186 Tjittes 2001b, ρ 45 
187 Lennarts 2002, ρ 57-70 
188 Lennarts 2002, ρ 59 
189 Lennarts 2002, ρ 64. 
190 HR 12 juni 1998, NJ 1998, 727 (Slalt-Coral) 
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Volgens Van Schilfgaarde1'" vereenzelvigt de Hoge Raad de moeder en de doch-
ter (voor wat de wetenschap betreft) als Coral het gevraagde bewijs levert. Volgens 
Van Schilfgaarde wordt dan uitgegaan van de fictie dat de moeder dezelfde weten-
schap heeft als de dochter. 
Volgens Klaassen rekent de Hoge Raad de wetenschap van de dochter in Stalt-
Coral aan de moeder toe. '92 Vast staat volgens haar dat de dochter wetenschap van 
de benadeling heeft. Volgens haar hangt het van het Kleuterschool Babbel-criteri-
um af, of die wetenschap vervolgens aan de moeder is toe te rekenen. Van belang 
is volgens Klaassen of de wetenschap van de dochter in het maatschappelijk ver-
keer als wetenschap van de moeder heeft te gelden. Volgens Klaassen is dat het 
geval als Coral bewijst dat de moeder zich intensief met de dochter bemoeide en 
als zij bewijst dat de moeder de hand heeft gehad in beëindiging van de bedrijfs-
activiteiten van de dochter. 
Volgens Lennarts ontstaat de wetenschap van de moeder, als Coral het 
gevraagde bewijs levert, niet door vereenzelviging en ook niet door toerekening.193 
Volgens Lennarts gedraagt de moeder zich als feitelijk bestuurder van de dochter. 
De feitelijke bestuurder heeft dezelfde bevoegdheden als de formele bestuurder.194 
Dat betekent dat de moeder, net als de formeel bestuurder, van de vermogenstoe-
stand van de dochter op de hoogte behoort te zijn.195 Volgens Lennarts treedt, wan-
neer Coral het gevraagde bewijs levert, het onweerlegbare vermoeden in dat de 
moeder feitelijk bestuurder van de dochter is. De kennis die bij de formele 
bestuurders aanwezig is, wordt vervolgens geacht aanwezig te zijn bij de moeder 
als feitelijke bestuurder.196 
Het arrest Stalt-Coral toont aan dat wetenschap van de dochter voor risico van 
de moeder kan komen. Het arrest maakt niet duidelijk op welke grond dat gebeurt. 
Het arrest maakt wel duidelijk dat bijzondere omstandigheden vereist zijn. 
De mogelijkheid dat de wetenschap van de moeder voor risico van de dochter is, 
ligt minder voor de hand: de dochter oefent geen zeggenschap in de moeder uit. 
De hoedanigheid van de moeder als aandeelhoudster in de dochter vormt een aan-
knopingspunt voor de toerekening van wetenschap van de moeder aan de dochter. 
Die hoedanigheid brengt volgens het arrest Rainbow-Ontvanger onder omstan-
digheden mee dat de wetenschap waarover de moeder beschikt ook bij de dochter 
bekend verondersteld mag worden.197 
De casus is de volgende. De Ontvanger laat beslag leggen onder de debiteuren 
van Rainbow ltd 'als verschijningsvorm van Démarrage BV'. De Ontvanger doet 
dat omdat de bestuurder-grootaandeelhouder van Démarrage dezelfde positie 
bekleedt bij Rainbow. De Hoge Raad beantwoordt de vraag of plaats is voor ver-
191 Noot Van Schilfgaarde onder HR 12 juni 1998, NJ 1998, 727 (Stalt Coral) 
192 Klaassen 1999, ρ 93-94, vgl Sieburgh 2001, ρ 585 
193 Lennarts 2002, ρ 64-66 
194 Art 2151 en 261 BW 
195 Vgl art 2 10 BW 
196 Lennarts 2002, ρ 64 
197 HR 13 Oktober 2000, NJ 2000, 698 (Rainbow-Ontvanger) 
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eenzelviging. De Hoge Raad plaatst voorop dat de persoon met overheersende 
zeggenschap over twee vennootschappen het identiteitsverschil tussen die twee 
vennootschappen kan misbruiken. De Hoge Raad neemt geen vereenzelviging 
aan. De bestuurder-grootaandeelhouder is aansprakelijk jegens de schuldeisers 
van de dochter op grond van onrechtmatige daad.198 De Hoge Raad overweegt: 
'deze verplichting tot schadevergoeding zal dan niet alleen rusten op de persoon 
die met gebruikmaking van zijn zeggenschap de betrokken rechtspersonen tot 
medewerking aan dat onrechtmatig handelen heeft gebracht, doch ook op deze 
rechtspersonen zelf, omdat het ongeoorloofde oogmerk van degenen die hen 
beheerst rechtens dient te worden aangemerkt als een oogmerk van henzelf.,m De 
wetenschap van de moeder als bestuurder-grootaandeelhouder van de dochter 
komt dus voor risico van de dochter. 
Volgens Tjittes is het Rainbow-arrest een bevestiging van het door hem verde­
digde standpunt dat wetenschap van personen met invloed in de vennootschap aan 
de vennootschap wordt toegerekend. Volgens Tjittes is de mogelijkheid van zeg­
genschap voldoende om de wetenschap van de bestuurder-grootaandeelhouder 
aan de dochter toe te rekenen. 
Lennarts200 is het niet met Tjittes eens. De toerekening van de wetenschap van 
de moeder aan de dochter tast de juridische zelfstandigheid van de dochter aan. 
Terughoudendheid is dus geboden. De zeggenschap dient volgens Lennarts daad­
werkelijk te worden uitgeoefend als de wetenschap van de bestuurder-grootaan­
deelhouder aan de dochter wordt toegerekend. Aan de ene kant is globale bemoei­
enis van de moeder met de dochter niet voldoende. Aan de andere kant is niet 
nodig dat de bestuurder-grootaandeelhouder zeggenschap had over de handeling 
waaruit de aansprakelijkheid voortvloeit. 
De derde en laatst denkbare mogelijkheid van toerekening van wetenschap van 
informatie van de ene vennootschap aan de andere vennootschap die Lennarts 
bespreekt, is die van zijdelingse toerekening. De toerekening van de wetenschap 
van de vennootschap aan de zustermaatschappij verschilt van de toerekening van 
de wetenschap van de dochter aan de moeder en omgekeerd doordat zustermaat­
schappijen over en weer geen zeggenschap over elkaar hebben. 
Lennarts noemt als voorbeeld een Duitse zaak.201 Het betreft een verzekering­
nemer die aan zijn knie is geopereerd. Hij meldt die operatie bij het afsluiten van 
zijn levens- en ziektekostenverzekering. Hij meldt de operatie niet aan de zuster­
maatschappij waar hij vervolgens een levensrisico- en arbeidsongeschiktheidsver­
zekering afsluit. Hij meldt wel dat hij nog een andere verzekering bij de levens­
verzekeraar heeft. De verzekeringnemer raakt arbeidsongeschikt. De arbeidsonge-
schiktheidsverzekeraar weigert uit te keren omdat de verzekeringnemer de opera-
198 Over het verschil tussen onrechtmatige daad en vereenzelviging, zie paragraaf 7 4.6 
199 HR 13 oktober 2000, NJ 2000, 698 (Rainbow-Ontvanger) ro 3 5 
200 Lennarts 2002, ρ 63 
201 Lennarts 2002, p. 69, onder verwijzing naar BGH 14 juli 1993, NJW 1993, ρ 2807-2808 
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tie zou hebben verzwegen. Het Bundesgerichtshof oordeelt dat de wetenschap 
waar de levensverzekeraar over beschikt aan de ziektekostenverzekeraar moet 
worden toegerekend. Het Bundesgerichtshof acht bepalend dat op de aanmel­
dingsformulieren van beide verzekeraars staat dat tussen beide zustermaatschap­
pijen informatie kan worden uitgewisseld. 
Voor zover bekend is de wetenschap van de ene vennootschap in Nederland 
nog nooit zijdelings aan de andere toegerekend. Voor vereenzelviging is al hele­
maal geen plaats: de onafhankelijkheid van de vennootschap staat daar aan in de 
weg.202 Volgens Lennarts is niet uitgesloten dat de Nederlandse rechter de weten­
schap onder omstandigheden zijdelings toerekent. Van belang is het uit het ver­
trouwensbeginsel voortvloeiende beginsel van eenheid van organisatie. Van 
belang is hoe de vennootschap zich presenteert. De buitenstaander mag niet de 
dupe worden van het feit dat naar buiten toe niet kenbaar is hoe een organisatie 
intern georganiseerd is. De vraag die beantwoord moet worden, is volgens 
Klaassen of de buitenstaander de vennootschappen als eenheid mocht beschou­
wen, 'in die zin dat hij zich niet nader behoefde te verdiepen in de interne orga­
nisatie daarvan'.203 
7.5 Afronding 
In het voorgaande hoofdstuk gaf ik aan welke rechten en plichten met betrekking 
tot het gebruik van informatie de vennootschap ingevolge artikel 6:162 BW dient 
te respecteren. 
Ik besprak dat de in artikel 6:162 BW bedoelde rechten die de vennootschap 
dient te respecteren voornamelijk betrekking hebben op het gebruik van informa­
tie dat de persoonlijke levenssfeer van de rechthebbende raakt. De in artikel 6:162 
BW bedoelde geschreven plichten met betrekking tot het gebruik van informatie 
hebben voornamelijk betrekking op bepaald gebruik van informatie van personen. 
De voornaamste van de in artikel 6:162 BW bedoelde ongeschreven plichten met 
betrekking tot het gebruik van informatie betreft die om informatie behoorlijk te 
beheren. Die plicht vereist in abstracto dat informatie juist is en dat informatie op 
die plaats in de vennootschap is waar zij aanwezig behoort te zijn. De plicht ver­
eist in concreto dat het beheer van informatie in de vennootschap is zoals in het 
maatschappelijk verkeer van een vergelijkbare vennootschap (of groep van ven­
nootschappen) verwacht mag worden. 
Ik besprak in het voorgaande hoofdstuk voorts hoe de vennootschap, als fictie 
van het recht feitelijk in strijd met de in artikel 6:162 BW bedoelde rechten en 
plichten kan handelen. De vennootschap handelt door middel van natuurlijke per­
sonen. De vennootschap is voor het handelen van die personen aansprakelijk als 
die personen bevoegd waren om te handelen. De bevoegdheid om te handelen 
202 Noot Loesberg onder HR 9 januari 1998, JOR 1998, 47 (Van Dam-Rabobank) 
203 Klaassen 1999, ρ 96 
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hangt af van de hoedanigheid van de handelende persoon. De bevoegdheden van 
de aandeelhouders, de bestuurders en de commissarissen van de vennootschap 
worden verdeeld door Boek 2 BW De bevoegdheden van de andere functionaris-
sen en van de ondergeschikten en niet ondergeschikten worden contractueel ver-
deeld De handelende persoon is onder omstandigheden zelf aansprakelijk als de 
vennootschap niet aansprakelijk is. Het handelen van de bij de ene vennootschap 
betrokken natuurlijke persoon is m principe niet voor rekening van de andere ven-
nootschap. De moeder kan, als aandeelhoudster in de dochter, wel aansprakelijk 
zijn jegens een wederpartij van de dochter doordat zij jegens die wederpartij in 
strijd met artikel 6· 162 BW handelt. 
Het niet naleven van de plichten die de vennootschap met het oog op artikel 
6.162 BW dient te respecteren vereist af en toe dat de vennootschap wetenschap 
van informatie heeft De wetenschap van de bij de vennootschap betrokken 
natuurlijke personen is in beginsel op dezelfde wijze voor rekening van de ven-
nootschap als het handelen van die personen. 





In het vorige deel zijn die begrippen en regels van het vennootschapsrecht en het 
vermogensrecht aan de orde geweest, die relevant zijn voor het vinden van het ant-
woord op de vraag in hoeverre de regels van de Wbp afstemmen op die van het 
vennootschapsrecht en het vermogensrecht. In het voorliggende deel zijn de in dat 
verband relevante begrippen en regels van de Wbp aan de beurt (figuur 22). Ik 




















De inwerkingtreding van de Wbp in 2001 markeert het begin van een nieuw 
hoofdstuk in de geschiedenis van de bescherming van persoonsgegevens.1 De 
geschiedenis begint in 1890 als Warren en Brandeis the right to be let alone intro-
duceren.2 Dat recht ziet op de relationele privacy. De belangstelling voor de infor-
1 Vgl voor een overzicht Holvast 2005b 
2 Warren en Brandeis 1890 
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mationele privacy neemt toe vanaf het eind jaren zestig van de vorige eeuw.3 
Westin omschrijft dat recht dan als 'the claim of individuals, groups or institutions 
to determine for themselves when, how, and to what extend information about 
them is communicated to others' .* De bescherming van persoonsgegevens wordt 
sindsdien geacht te zijn gebaseerd op het recht op privacy.5 
De aanzet voor Europese regelgeving op het vlak van de bescherming van per-
soonsgegevens wordt gegeven in 1968. De Raad van Europa verzoekt het Comité 
van Ministers dan om te onderzoeken of, gelet op het nationale recht van de Lid 
Staten en gelet op de technologische ontwikkelingen, het Europees Verdrag tot 
bescherming van de Rechten van de Mens (hierna: EVRM) het recht op privacy 
voldoende beschermt. Het Comité concludeert dat van adequate bescherming 
geen sprake is. De conclusie brengt het Comité er toe twee resoluties uit te vaar-
digen.6 De Raad van Europa dringt dan al aan op een verdrag omdat resoluties niet 
bindend zijn. De tekst van het Verdrag van Straatsburg is in 1981 gereed.7 
Het Verdrag van Straatsburg beoogt een evenwicht te creëren tussen de 
bescherming van persoonsgegevens enerzijds en de free flow of information 
anderzijds. Het recht van de staat die het Verdrag wil ondertekenen, moet aan een 
aantal minimumbeginselen voldoen. Het Verdrag werkt niet rechtstreeks: burgers 
kunnen er geen beroep op doen.8 
De wetgeving die er voor moet zorgen dat het Nederlandse recht aan de mini-
mumbeginselen van het Verdrag van Straatsburg voldoet, laat op zich wachten. De 
Staatscommissie Koopmans krijgt in 1972 de opdracht advies uit te brengen over 
de wenselijkheid van wetgeving op het terrein van de bescherming van persoons-
gegevens.9 De commissie komt in 1976 met een eindrapport en een concept wets-
ontwerp.10 De regering komt in 1981 met een wetsontwerp." Dat ontwerp oogst 
veel kritiek: het wordt te omvangrijk en te ingewikkeld gevonden. De regering 
besluit het ontwerp in te trekken en te vervangen voor een nieuw ontwerp.12 De 
Wet persoonsregistraties (hierna: Wpr) treedt na wijziging van dat nieuwe ontwerp 
in 1989 in werking.13 Het Verdrag van Straatsburg kan door Nederland pas dan 
ondertekend worden.14 Het Verdrag treedt in 1993 in Nederland in werking. 
3 Vgl Holvast 1986, ρ 25 
4 Westin 1967, ρ 7 
5 Blok 2002, ρ 3, vgl OECD 1981 Ondanks dat de OECD Guidelines met bindend zijn, zijn ze van invloed 
geweest op de ontwikkeling van de regelgeving inzake bescherming van persoonsgegevens 
6 Resoluties (73) 22 en (74) 29 
7 Convention for the Protection of Individuals with regard to Automatic Processing of personal Data, Strasbourg 
1981 
8 Explanatory Report 1981, alinea 4-5 en 8 en Nugter 1990, ρ 25 
9 Officieel Staatscommissie bescherming persoonlijke levenssfeer in verband met persoonsregistraties 
10 Commissie Koopmans 1977 
11 Wet op de persoonsregistraties, Kamerstukken 11, 1981/82, 17 207, nrs 1-3 
12 Kameniukken 11, 1984/85, 19 095, nrs 1-3 
13 Kamerstukken II, 1987/88, 19 095, nrs 2a-c 
14 Het Verdrag kon na inwerkingtreding van de Wpr met meteen worden geratificeerd, omdat de bescherming van 
de gevoelige gegevens nog in een AmvB moest worden geregeld Het Besluit gevoelige gegevens werd in 1993 
vastgesteld 
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Ondertussen is de Nederlandse Grondwet in 1983 gewijzigd. Artikel 10 Gw 
beschermt sindsdien de persoonlijke levenssfeer.15 Artikel 10 Gw draagt de wet-
gever op om het gebruik van persoonsgegevens te reguleren. De wetgever voldoet 
pas met de inwerkingtreding van de Wpr in 1989 aan die opdracht. 
De Europese Commissie vindt het Verdrag van Straatsburg dan al niet langer 
toereikend om tegelijkertijd een hoog en gelijkwaardig niveau van bescherming 
van persoonsgegevens te verwezenlijken. De Europese Commissie besluit een 
richtlijn op te stellen in de hoop een hoog en gelijkwaardig niveau van bescher-
ming in de Lid Staten te bewerkstelligen.16 Het eerste voorontwerp wordt in 1990 
gepubliceerd. De richtlijn 95/46/EG ''betreffende de bescherming van natuurlijke 
personen in verband met de verwerking van persoonsgegevens en betreffende het 
vrije verkeer van die gegevens' is uiteindelijk in 1995 gereed.17 De Lid Staten krij-
gen driejaar om de richtlijn in nationale wetgeving om te zetten.18 
De richtlijn verschijnt in Nederland vrijwel tegelijk met twee evaluaties van de 
Wpr die aanleiding vormen om de Wpr te vervangen voor de Wfop.11' De Wbp 
treedt in september 2001 in werking. De Wbp verschilt weinig van de Wpr. Dat 
komt doordat zowel de Wpr als de richtlijn die door de Wbp geïmplementeerd 
wordt op het Verdrag van Straatsburg zijn gebaseerd. 
De bescherming van persoonsgegevens is na de inwerkingtreding van de richt-
lijn nog volop in ontwikkeling. Dat volgt bijvoorbeeld uit de evaluatie van de 
richtlijn. Artikel 33 van de richtlijn vereist die evaluatie binnen drie jaar na het 
verstrijken van de implementatietermijn. Het evaluatierapport van de Commissie 
is in 2003 verschenen.20 Het rapport maakt duidelijk dat de richtlijn nog de nodi-
ge onduidelijkheden bevat. 
Dat de bescherming van persoonsgegevens in Nederland nog volop in ontwik-
keling is, blijkt uit de evaluatie van de Wbp. Artikel 80 Wbp vereist die evaluatie 
binnen vijfjaar na de inwerkingtreding van de Wbp. Het evaluatierapport (althans 
het eerste deel) is in 2007 verschenen en maakt duidelijk dat ook de Wbp de nodi-
ge onduidelijkheden bevat.21 
8.1.2 Inleiding 
In het voorliggende deel zijn, zoals gezegd, de voor mijn onderzoek relevante 
begrippen en regels van de Wbp aan de orde. In het voorliggende hoofdstuk is als 
eerste het begrip 'verantwoordelijke' aan de orde - de vertaling die de Wbp aan 
de organisatie geeft (figuur 23). 
15 Vgl art II, 12 en 13 Gw. 
16 Preambules 7-9, nchthjn 95/46/EG 
17 Richtlijn 95/46/EG van het Europees Parlement en de Raad van de Europese Unie van 23 november 1995 
18 Art 32 nchllijn 95/46/EG. 
19 Overkleeft-Verburg 1994 en Pnns 1995a 
20 Commission 2003a 




















De Wbp definieert de 'verantwoordelijke' in artikel 1 sub d Wbp als 'de natuur-
lijke persoon, rechtspersoon of ieder ander die of het bestuursorgaan dat, alleen 
of tezamen met anderen, het doel van en de middelen voor de verwerking van per-
soonsgegevens vaststelt'. De definitie bevat de volgende drie elementen: vaststel-
ling van het doel van de verwerking22; natuurlijke of rechtspersoon en alleen of 
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Figuur 24 
22 Art. 1 sub b Wbp, vgl hoofdstuk 9 
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8.2 Doel en middelen 
Het eerste element in de definitie van 'verantwoordelijke' is de vaststelling van het 
doel van de verwerking van persoonsgegevens. Het lijkt dus logisch eerst te 
bespreken wat de Wbp onder 'persoonsgegevens' verstaat. Het begrip 'persoons­
gegeven' vereist evenwel, zoals we in paragraaf 9.4 zullen zien, dat vaststaat wie 
verantwoordelijke is. Het maakt aldus niet uit welk begrip als eerste besproken 
wordt. 
Degene die het doel en de middelen voor de verwerking van persoonsgegevens 
vaststelt, is verantwoordelijke. Degene die persoonsgegevens verwerkt, is dus nog 
geen verantwoordelijke. Degene die het doel bepaalt voor de verwerking van 
gegevens die geen persoonsgegevens zijn evenmin. 
De verantwoordelijke is degene die bepaalt of persoonsgegevens verwerkt 
worden, en zo ja, voor welk doel. De verantwoordelijke is degene die de verwer­
king initieert. Volgens de wetsgeschiedenis van de Wbp is niet van belang of dege­
ne die het doel bepaalt een ander van dienst wil zijn.23 
De verantwoordelijke is ook degene die bepaalt welke middelen worden inge­
zet om het doel te bereiken.24 De Britse Information Commissioner25 beantwoordt 
de vraag wie verantwoordelijke is wanneer het doel en de middelen niet door 
dezelfde persoon worden vastgesteld. De Commissioner antwoordt dat: 'the deter­
mination of the purposes for which personal data are to be processed is para­
mount in deciding whether or not a person is a data controller and that when a 
person determines the purposes for which personal data are to be processed, a 
decision as to the manner in which those data are to be processed is often inhe­
rent in that decision. ' 2 6 
8.3 Natuurlijke en rechtspersonen 
Op grond van artikel 1 sub d Wbp is degene die het doel en de middelen voor de 
verwerking van persoonsgegevens vaststelt, een natuurlijke of een rechtsper­
soon.
27
 De verantwoordelijke is dus een natuurlijke of een rechtspersoon. 
Op grond van artikel 1 sub d Wbp is niet duidelijk wie verantwoordelijke is als 
een bij de rechtspersoon betrokken natuurlijke persoon (bijvoorbeeld een werkne­
mer) het doel voor de verwerking vaststelt voor een rechtspersoon. De definitie 
van artikel 1 sub d Wbp kent de bevoegdheid om het doel vast te stellen namelijk 
niet aan een bepaalde persoon toe. 
23 Kamerstukken II, 1997/1998, 25 892, nr. 3, p. 57 
24 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 55. 
25 Het Bntse Cbp 
26 Information Commissioner 2001, ρ 16. 
27 De verantwoordelijke die een bestuursorgaan is, blijft gelet op het onderwerp van dit onderzoek buiten 
beschouwing. 
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De wetsgeschiedenis signaleert het probleem en stelt dat de verantwoordelijke de 
natuurlijke of rechtspersoon is die 'formeel-juridisch bevoegd' is het doel voor de 
verwerking vast te stellen.28 
8.3.1 Formeel-juridische benadering 
De formeel-juridische uitleg van het begrip 'verantwoordelijke' betekent dat om 
vast te stellen wie verantwoordelijke is 'het civielrechtelijke [...] personen- en 
organisatierechf wordt gevolgd.29 Om vast te stellen wie verantwoordelijke is, 
verruilt de Wbp de eigen begripskwalificaties30 dus deels voor die van (onder 
meer) het vennootschapsrecht. 
De formeel-juridische uitleg brengt mee dat degene die feitelijk het doel voor 
de verwerking van persoonsgegevens vaststelt, niet per definitie de verantwoorde-
lijke is. 
De vennootschap is, zoals we zagen in paragraaf 7.3 zagen, bijvoorbeeld fei-
telijk niet in staat te handelen. De vennootschap stelt het doel voor de verwerking 
dus feitelijk niet vast. De vaststelling van het doel voor de verwerking van de ven-
nootschap geschiedt door een natuurlijk persoon. De vraag wie voor die vaststel-
ling verantwoordelijke is, vereist antwoord op de vraag aan wie die vaststelling is 
toe te rekenen. Het antwoord op die vraag verschilt, zoals we zagen in paragraaf 
7.4, naargelang het gaat om feitelijke of rechtshandelingen. 
De voorwaarden voor toerekening van rechtshandelingen verschillen, zoals we 
zagen, naargelang de handelende natuurlijke persoon bestuurder is of niet. De 
door de bestuurder verrichte rechtshandeling wordt vrijwel altijd aan de vennoot-
schap toegerekend. De door een andere natuurlijke personen verrichte rechtshan-
deling wordt de vennootschap toegerekend wanneer die persoon bevoegd was om 
die rechtshandeling namens de rechtspersoon te verrichten. De vraag of de 
bestuurder of een ander natuurlijk persoon bevoegd is om het doel van de verwer-
king vast te stellen, wordt door de (wetsgeschiedenis van de) Wbp niet beant-
woord. 
De vraag is overigens of de vaststelling van het doel van de verwerking über-
haupt een rechtshandeling is. De (wetsgeschiedenis van de) Wbp beantwoordt 
(ook) die vraag niet. Naar mijn idee is de vaststelling van het doel geen rechts-
handeling: de vaststelling kan (onrechtmatig) rechtsgevolg veroorzaken31, maar 
dat hoeft niet zo te zijn. 
De vaststelling van het doel van de verwerking, is naar mijn mening (dus) een fei-
telijke handeling. De vaststelling is (vanwege het uit het vertrouwensbeginsel 
voortvloeiende beginsel van eenheid van organisatie) aan de vennootschap toe te 
28 Kamerslukken //, 1997/1998, 25 892, nr. 3, ρ 55 
29 Kamerstukken II, 1997/1998, 25 892, nr. 3, p. 56 
30 Berkvens 1993 en Van Esch en Berkvens 1994. 
31 Art 7 jo 49 lid 2 Wbp 
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rekenen als die vaststelling in het maatschappelijk verkeer als een handeling van 
de vennootschap heeft te gelden.32 Dat heeft die handeling in ieder geval als een 
bestuurder van de vennootschap die handeling binnen de bestuursbevoegdheid 
verricht.33 Of de vaststelling van het doel een bevoegdheid van het bestuur is, is 
echter niet duidelijk. 
De feitelijke handeling die door een andere functionaris dan een bestuurder 
verricht wordt, is aan de vennootschap toe te rekenen als die handeling in het 
maatschappelijk verkeer heeft te gelden als door de vennootschap verricht.34 Dat 
betekent dat de vaststelling van het doel van de verwerking door de functionaris 
aan de vennootschap is toe te rekenen als die vaststelling in het maatschappelijk 
verkeer heeft te gelden als door de vennootschap gedaan. 
De opmerking van de wetgever dat niet vereist is dat de persoon die het doel vast­
stelt, bevoegd is om dat te doen, is gezien het voorgaande verwarrend.35 Dat de 
persoon die het doel vaststelt bevoegd is om dat te doen, is naar mijn idee juist wel 
vereist. De vaststelling van het doel wordt namelijk alleen aan de vennootschap 
toegerekend als die vaststelling is gedaan door een functionaris die bevoegd is om 
dat te doen. De vaststelling door een natuurlijke persoon die daartoe niet bevoegd 
is, wordt niet aan de vennootschap toegerekend. De vennootschap wordt voor die 
vaststelling geen verantwoordelijke. 
De natuurlijke persoon die het doel vaststelt zonder daartoe bevoegd te zijn, is 
voor die vaststelling (dus) zelf verantwoordelijke. Die persoon is zelf aanspreek­
baar voor de verplichtingen die op grond van de Wbp op de verantwoordelijke rus­
ten. De vennootschap kan voor de nakoming van die verplichtingen naast die per­
soon aansprakelijk zijn. De artikelen 6:170 en 171 BW vestigen namelijk een 
(risico)aansprakelijkheid voor onrechtmatige handelen van ondergeschikten en 
niet ondergeschikten van de vennootschap. De vaststelling van het doel voor de 
verwerking van persoonsgegevens door de ondergeschikte of niet ondergeschikte 
van de vennootschap die daartoe niet bevoegd was, wordt evenwel (ook dan) niet 
aan de vennootschap toegerekend. 
De natuurlijke persoon die het doel voor de verwerking van persoonsgegevens 
vaststelt, is volgens het 'civielrechtelijke [...] personen- en organisatierecht' zelf 
verantwoordelijke.36 De natuurlijke persoon die persoonsgegevens niet conform 
een door een (andere) verantwoordelijke vastgesteld doel verwerkt, stelt daardoor 
een eigen doel vast en wordt ook verantwoordelijke. Die situatie heeft de wetge­
ver vermoedelijk op het oog waar hij opmerkt dat 'indien onbevoegd gegevens 
worden verwerkt eveneens een verantwoordelijke [dient] te kunnen worden aan­
gewezen en op zijn handelen te kunnen worden aangesproken',17 
32 HR 6 apnl 1979, NJ 1980, 234 (Kleuterschool Babbel) 
33 HR 10 juni 1955, NJ 1955, 552 (Het Noorden-Noord Hollandse). 
34 Vgl. paragraaf 7 4 
35 Kamerslukken 11, 1997/1998, 25 892, nr 3, ρ 55. 
36 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 56 
37 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 55 
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Gezien het voorgaande is het de vraag of de wetgever de uitkomsten van de for-
meel-juridische uitleg van het begrip 'verantwoordelijke' voldoende heeft voor-
zien. De constatering dat de (wetsgeschiedenis van de) Wbp niet de vraag beant-
woordt of de vaststelling van het doel voor de verwerking een feitelijke of een 
rechtshandeling is en ook niet door wie die handeling moet worden verricht, doet 
vermoeden van niet. 
8.3.2 Groepen van vennootschappen 
De uitkomst die de formeel-juridische benadering van het begrip 'verantwoorde-
lijke' voor de groep van vennootschappen heeft, heeft de wetgever wel voorzien. 
De keuze voor de formeel-juridische benadering van het begrip 'verantwoordelij-
ke' is ingegeven door de verwarring die het met de verantwoordelijke vergelijk-
bare begrip 'houder' onder de Wpr voor de groep van vennootschappen veroor-
zaakte. 
Volgens een aantal auteurs kon één houder meer dan één groepsmaatschappij 
omvatten. Andere auteurs en ook de wetgever, bestreden dat.38 Dat verschil van 
mening bracht de wetgever er toe om bij de vervanging van het begrip 'houder' 
voor 'verantwoordelijke' voorop te stellen dat het begrip 'verantwoordelijke' for-
meel-juridisch moet worden uitgelegd.39 
De formeel-juridische uitleg van het begrip 'verantwoordelijke' heeft voor de 
groep van vennootschappen twee consequenties. Ten eerste dat de groep als zoda-
nig geen verantwoordelijke kan zijn. De verantwoordelijke is in de formeel-juri-
dische benadering immers rechtssubject en de groep is, zoals we in paragraaf 4.2 
zagen, geen rechtssubject. Dat de groep in de formeel-juridische benadering geen 
verantwoordelijke kan zijn, neemt niet weg dat de tekst van artikel 1 sub d Wbp 
de groep niet als verantwoordelijke uitsluit.''0 Het artikel merkt als verantwoorde-
lijken namelijk niet alleen natuurlijke en rechtspersonen aan, maar ook 'ieder 
ander die' het doel voor de verwerking van persoonsgegevens bepaalt. 
Dat de groep geen verantwoordelijke kan zijn betekent ook niet dat de groep 
geen verantwoordelijke zou moeten kunnen zijn. Dat het praktisch zou zijn wan-
neer de groep als zodanig verantwoordelijke zou kunnen zijn, is in de literatuur 
veelvuldig opgemerkt.41 Volgens Korff bijvoorbeeld, vergroot 'one identifiable, 
single (overall) controller' de transparantie naar betrokkenen42, hetgeen bijvoor-
beeld het vinden van een bepaalde verwerking in het meldingsregister vereenvou-
digt.43 Dat een bepaalde verwerking thans niet in het meldingsregister terug te vin-
38 Vgl Thyssen 2002, ρ 84-88 
39 Kamerstukken II. 1997/1998, 25 892, nr 3, ρ 56 
40 Vgl.. Van der Putt in Cuijpers 2003, ρ 41 Opgemerkt zij dat art 2 sub d richtlijn 95/46/EG op dit punt even­
wel met spreekt van 'ieder ander die' maar van 'enig ander lichaam die' 
41 Vgl. Berkvens, Van der Horst en Verkade 1989, nr 38 
42 Korff 2002, p. 23 
43 Vgl over melding paragraaf 116 1 
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den is, wijt Holvast aan de ontoegankelijkheid van het meldingsregister44, terwijl 
dat naar mijn mening (mede) te wijten is aan de formeel-juridische uitleg van de 
verantwoordelijke. Die uitleg brengt mee dat iedere vennootschap in een groep 
van vennootschap afzonderlijk verantwoordelijke is en dus afzonderlijk moet mel-
den. De vermelding van de naam van de groep als verantwoordelijke is niet cor-
rect. Dat betekent dat de betrokkene de verwerking onder die naam niet terug 
vindt in het meldingsregister. 
Tweede consequentie die de formeel-juridische uitleg van het begrip 'verant-
woordelijke' voor de groep van vennootschappen heeft, is dat voor de verant-
woordelijke, omdat hij rechtssubject is en omdat hij juridisch onafhankelijk is, 'de 
invloed van een andere rechtspersoon binnen het concern niet van belang [is]'.''5 
De wetgever beschouwt vennootschappen in een groep als 'vreemden' ten opzich-
te van elkaar: één verantwoordelijke omvat (in beginsel) één groepsmaatschappij. 
De juridische onafhankelijkheid van groepsmaatschappijen wordt door het 
vennootschapsrecht genuanceerd. De nuancering wordt veroorzaakt door de bin-
nen een groep vereiste centrale leiding van bovenaf. De moeder oefent, zoals we 
in paragraaf 4.8 zagen, (doorgaans) invloed uit in haar hoedanigheid van aandeel-
houdster in de dochter. Die invloed maakt de dochter (feitelijk) van de moeder 
afhankelijk. De feitelijke afhankelijkheid van de moeder zwakt de juridische onaf-
hankelijkheid van de dochter af, maar zet die onafhankelijkheid niet opzij. De 
moeder moet als aandeelhoudster de autonomie van de dochter respecteren. De 
mogelijkheid dat de ene groepsmaatschappij wordt vereenzelvigd met de andere 
groepsmaatschappij, bestaat slechts in theorie: de Hoge Raad heeft vereenzelvi-
ging nog nooit aangenomen. De juridische onafhankelijkheid van de vennoot-
schap wordt door vereenzelviging opzij gezet. De verantwoordelijke bestaat 
slechts in theorie uit meer dan één groepsmaatschappij. De moeder is, zoals we in 
paragraaf 7.3 zagen, onder bijzondere omstandigheden wel indirect aansprakelijk 
in plaats van de dochter. 
8.3.3 Functionele benadering 
De wetgever introduceert in aanvulling op de formeel-juridische uitleg van het 
begrip 'verantwoordelijke' een functionele uitleg.46 
De functionele uitleg versterkt het vermoeden dat de wetgever de uitkomsten 
van de formeel-juridische uitleg onvoldoende heeft voorzien. De functionele uit-
leg geldt volgens de wetgever namelijk voor gevallen waarin de formeel-juridi-
sche uitleg onvoldoende helderheid biedt. De wetgever denkt aan gevallen waar-
bij meerdere natuurlijke en rechtspersonen bij de verwerking van persoonsgege-
vens betrokken zijn, terwijl 'de juridische bevoegdheid onvoldoende helder is 
geregeld om te kunnen bepalen wie van de betrokken actoren als verantwoordelij-
ke in de zin van de wet moet worden aangemerkt' .47 
44 Holvast 2005a, ρ 210 
45 Kamerstukken 11. 1997/1998, 25 892, nr 3, p. 56 
46 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 55 
47 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 55 
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Ik vraag mij af welke gevallen de wetgever op het oog heeft. De betrokkenheid van 
meer dan een natuurlijke en/of rechtspersoon bij de verwerking van persoonsge­
gevens is eerder regel dan uitzondering. De rechtspersoon is feitelijk niet in staat 
te handelen. Dat betekent dat bij de vaststelling van het doel altijd een natuurlijke 
persoon betrokken is. De formeel-juridische benadering is, mits de bevoegdheid 
om het doel te bepalen aan een bepaalde persoon wordt toebedeeld, voldoende hel­
der om vast te stellen wie dan verantwoordelijke is. Daar is geen aanvullende uit­
leg voor nodig. 
De formeel-juridische uitleg is ook voldoende helder wanneer bij de vaststel­
ling van een doel meer dan een rechtspersoon betrokken is. De vaststelling van het 
doel is dan voor rekening van die rechtspersoon van wie de feitelijk handelende 
persoon functionaris of (niet) ondergeschikte is. Ook daar is dus geen aanvullen­
de uitleg voor nodig. 
De formeel-juridische uitleg is zelfs voldoende helder wanneer niet duidelijk 
is welke natuurlijke persoon het doel voor de rechtspersoon bepaalde. Die situatie 
is voorstelbaar wanneer persoonsgegevens verwerkt worden, zonder dat daar een 
welbepaald, uitdrukkelijk omschreven doel voor werd vastgesteld. Dat het doel 
niet weloverwogen werd vastgesteld, betekent niet dat geen doel werd vastgesteld. 
Het betekent alleen dat het doel niet werd vastgesteld met inachtneming van de 
voorwaarden van de Wbp. De verwerking voor dat doel is om die reden al onrecht­
matig.48 De vraag wie verantwoordelijke is, wordt dan gesteld wanneer geconsta­
teerd wordt dat de verwerking onrechtmatig is. De vaststelling van het doel is dan 
mogelijk niet (meer) op een bepaalde natuurlijke persoon terug te voeren. De for­
meel-juridische uitleg brengt dan mee, zoals we in paragraaf 7.3 zagen, dat de 
vaststelling voor bedrijfsmatige verwerking aan de rechtspersoon toegerekend 
wordt wanneer die vaststelling in het maatschappelijk verkeer heeft te gelden als 
gedaan door de rechtspersoon.49 Dat geldt die vaststelling eerder naarmate de 
interne organisatie van de rechtspersoon naar buiten toe minder kenbaar is. De 
betrokkene hoeft niet de dupe te worden van het feit dat de organisatie niet helder 
is. Dat brengt het uit het vertrouwensbeginsel voortvloeiende beginsel van eenheid 
van organisatie mee. 
De wetgever vindt de formeel-juridische benadering van de verantwoordelijke 
in eerste instantie ook toereikend. De wetgever erkent dat de formeel-juridische 
verhoudingen voor betrokkene niet altijd even kenbaar zullen zijn, maar merkt 
daarover op dat: Ίη aanmerking [dient] te worden genomen dat reeds in de huidi­
ge situatie burgers relaties van diverse aard met een concern of met specifieke 
onderdelen daarvan kan onderhouden en derhalve ook thans op allerlei terreinen 
de vraag aan de orde kan komen wie de burger binnen het concern dient aan te 
spreken. Voor zover dit in de praktijk als een probleem wordt ervaren is het inhe­
rent aan het rechtspersonenrecht en staat het los van het onderhavige wetsvoor-
steV.50 De wetgever stelt, op verzoek van de Raad van State, als aanvullend crite-
48 Art 7 Wbp 
49 Van Schilfgaarde 1998, nr 60, vgl Asser-Van der Gnnten 2-111, nr 168 
50 Kamerslukken II, 1997/1998, 25 892, Α, ρ 5 
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rium een functionele uitleg van de verantwoordelijke voor. Die benadering houdt 
in dat 'aan de hand van de algemeen in het maatschappelijke verkeer geldende 
maatstaven [wordt] bezien aan welke natuurlijke persoon, rechtspersoon [...] de 
betreffende verwerking wordt toegerekend'.Sl De toerekening die de wetgever hier 
voorstelt, verschilt (naar mijn mening) niet van de toerekening die onderdeel van 
de formeel-juridische benadering vormt. 
8.4 Alleen of met anderen 
De definitie van de verantwoordelijke in artikel 1 sub d Wbp bevat behalve de 
voorwaarde dat de verantwoordelijke het doel vaststelt en de voorwaarde dat de 
verantwoordelijke een natuurlijke of rechtspersoon is, een optionele voorwaarde. 
De natuurlijke of rechtspersoon heeft de mogelijkheid het doel voor de verwerking 
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Figuur 25 
51 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 55 
52 Gelet op het onderwerp van het onderzoek wordt in het vervolg uitgegaan van samenwerking tussen rechtsper­
sonen, de samenwerking kan echter ook tussen natuurlijke personen plaatsvinden en tussen natuurlijke en 
rechtspersonen 
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De wetsgeschiedenis noemt twee mogelijkheden om samen te werken. Ten eerste 
kunnen twee of meer rechtspersonen het doel voor de verwerking van persoons-
gegevens samen (in onderling overleg) vaststellen. De formeel-juridische benade-
ring van de verantwoordelijke brengt mee dat die twee (of meer) rechtspersonen 
voor die verwerking verantwoordelijke worden. Het Europees Parlement heeft 
richtlijn 95/46/EG met het oog op die mogelijkheid geamendeerd. Het Parlement 
heeft aan de omschrijving van de verantwoordelijke als degene die het doel 
bepaalt, toegevoegd dat diegene dat 'alone or jointly with others' kan doen.53 De 
Wbp heeft die mogelijkheid overgenomen. De wetsgeschiedenis van de Wbp 
noemt vier varianten waarin pluraliteit van verantwoordelijken zich voor kan 
doen, te weten, in: gedifferentieerde, gezamenlijke, gemeenschappelijke en 
geschaalde vorm.54 Ik bespreek die varianten hierna. 
Tweede mogelijkheid voor rechtspersonen om samen te werken, betreft de 
mogelijkheid dat één rechtspersoon zich verantwoordelijk stelt voor de verwer-
king door een of meer andere rechtspersonen. Die tweede mogelijkheid is even-
eens in overeenstemming met de formeel-juridische benadering omdat de verant-
woordelijke zich in dat geval vrijwillig voor een andere rechtspersoon verant-
woordelijk stelt.55 De wetsgeschiedenis noemt twee varianten: de statutaire en de 
contractuele variant. Ik bespreek ook die varianten hiema. 
De mogelijkheden om samen te werken moeten niet verward worden met de ver-
strekking en daarop volgende verzameling van persoonsgegevens. Die verwarring 
doet zich voor doordat ook bij verstrekking en daarop volgende verzameling meer 
dan één rechtspersoon betrokken kan zijn.56 De volgende door de Ierse 
Commissioner opgestelde casus is illustratief.57 
De betrokkene krijgt via zijn verzekeraar een creditcard aangeboden. De aan-
bieding betreft een marketingactie van een bank. De verzekeraar voert die actie 
ten behoeve van de bank uit. De verzekeraar 'verstrekt' volgens de Commissioner 
in casu klantgegevens aan de bank. De bank is voor de verwerking in verband met 
het aanbieden van de creditcard verantwoordelijk. De bank initieert de marke-
tingactie. De verzekeraar is slechts verantwoordelijk voor (de rechtmatige) vers-
trekking van de klantgegevens aan de bank. 
8.4.1 Meerdere verantwoordelijken voor één verwerking 
De wetgeschiedenis onderscheidt, zoals gezegd, vier varianten waarbij twee of 
meer rechtspersonen het doel voor de verwerking van persoonsgegevens in onder-
ling overleg vaststellen. De overeenkomst tussen de gedifferentieerde, gezamen-
lijke, gemeenschappelijke en geschaalde verantwoordelijke is dat zij het doel voor 
53 Art 2 onder d richtlijn 95/36/EG en art 1 sub d Wbp. 
54 Kamentukken II. 1997/1998, 25 892, nr 3, ρ 58 en Cuijpers 2003, ρ 33-34 
55 Vgl paragraaf? 3. 
56 Korfr2003, ρ 23 
57 Casestudy 1/01 
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de verwerking van persoonsgegevens samen met (tenminste) een andere verant-
woordelijke vaststellen.58 De verschillen tussen de genoemde varianten zijn min-
der duidelijk. 
8.4.1.1 Gedifferentieerde verantwoordelijke 
De wetsgeschiedenis spreekt van gedifferentieerde verantwoordelijkheid wanneer 
de verwerking in verschillende deelverwerkingen is op te splitsen.59 De wetsge-
schiedenis maakt echter niet duidelijk wanneer een verwerking in delen is op te 
splitsen. 
De wetsgeschiedenis noemt wel een voorbeeld: de verwerking via internet.60 
Dat de verantwoordelijke die persoonsgegevens via internet verwerkt niet verant-
woordelijk is voor alle verwerkingen die via internet plaats vinden, ligt voor de 
hand.61 Duidelijk wordt wel dat de gedifferentieerde verantwoordelijke verschilt 
van de 'gewone' verantwoordelijke doordat zijn verwerking met die van anderen 
geïntegreerd is. 
Geïntegreerd is ook de verwerking van verwijzingsgegevens van klanten die 
het bankconcern hebben benadeeld. Die gegevens worden onder omstandigheden 
door de verschillende vennootschappen van het bankconcern aan een interne of 
een externe verwijzingsindex verstrekt. De andere vennootschappen, die van 
andere financiële instellingen daar onder begrepen, toetsen de verwijzingsgege-
vens aan de gegevens van beoogde klanten. Geven de gegevens in de index een 
match met die van een beoogde klant, dan kan voor nadere inlichtingen contact 
worden opgenomen met de vennootschap die de gegevens aan de index verstrek-
te.62 De vennootschappen zijn voor de gegevens die zij aan de interne of externe 
index verstrekken zelf verantwoordelijk.63 De vennootschappen zijn niet verant-
woordelijk voor de verwerking door een andere vennootschap die plaats vindt na 
(een niet met het doel onverenigbare) verstrekking aan de interne of externe 
index.64 De (omvang van de) verantwoordelijkheid is bij gedifferentieerde verant-
woordelijkheid dus gelijk aan 'gewone' verantwoordelijkheid. De gedifferentieer-
de verantwoordelijkheid verschilt slechts van 'gewone' verantwoordelijkheid 
doordat het doel van de geïntegreerde deelverwerking in onderling overleg is vast-
gesteld.65 
58 In navolging van Van der Putt gebruik ik de term 'gedifferentieerd', zie Cuijpers 2003, ρ 33, de wetsgeschie­
denis gebruikt de term 'geschaald' 
59 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 58, onder 2 
60 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 58 
61 HVJ, EG 6 november 2003, C-101/01 (Lmdqvisl) maakt bovendien duidelijk dal de verwerking via internet te 
ingewikkeld is om als voorbeeld te dienen, uitgebreid, vgl : paragraaf 11 5. 
62 Vgl : Prolocol 'Incidenten waarschuwingssysteem Financiële Instellingen', NvB en VvV 2003 
63 Vgl · art. 3 1, 3 3 en 4.2 Protocol 'Incidenten waarschuwingssysteem Financiële Instellingen', NvB en VvV 
2003. 
64 Art 5.4, 6 5 en 9 3 Protocol 'Incidenten waarschuwingssysteem Financiële Instellingen', NvB en VvV 2003 
65 Art 4.1 Protocol 'Incidenten waarschuwingssysteem Financiële Instellingen', NvB en VvV 2003 
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8.4.1.2 Gezamenlijke verantwoordelijke 
De wetsgeschiedenis spreekt van gezamenlijke verantwoordelijkheid wanneer 
verschillende verwerkingen zodanig geïntegreerd zijn dat zij niet meer in ver-
schillende deelverwerkingen zijn te splitsen. Dat doet zich volgens de wetsge-
schiedenis voor wanneer de doelen voor die verschillende verwerkingen 'ver-
scheiden doch samenhangend'' zijn.66 De verschillende verantwoordelijken zijn 
voor die geïntegreerde verwerking gezamenlijk verantwoordelijk. De gezamenlij-
ke verantwoordelijken zijn volgens de wetgever hoofdelijk verbonden.67 
Als voorbeeld van gezamenlijke verantwoordelijken geeft de wetsgeschiedenis 
rechtspersonen in een concern die samen een cliëntenadministratie voeren. Dat 
betekent dat de bancaire en de verzekeringsvennootschap die een (lokaal) bank-
kantoor in het bankconcern vormen, gezamenlijke verantwoordelijken zijn voor 
de database waarin zij de NAW en productgegevens van klanten opslaan. Dat is 
volgens de wetsgeschiedenis het geval als de bancaire en de verzekeringsven-
nootschap zich als zodanig bij het College bescherming persoonsgegevens (hier-
na: Cbp) hebben gemeld.68 De verantwoordelijken die zich niet als zodanig heb-
ben gemeld, zijn naar mijn mening niet hoofdelijke aansprakelijk. Dat is slechts 
anders als voldaan wordt aan de voorwaarden van artikel 6:6 BW. 
De variant van gezamenlijke verantwoordelijke biedt voor de betrokkene als 
voordeel dat hij niet hoeft vast te stellen wie verantwoordelijk is voor een (even-
tueel onrechtmatige) verwerking. De betrokkene spreekt één van de gezamenlijke 
verantwoordelijken aan. De aangesproken verantwoordelijke heeft de mogelijk-
heid van regres op de andere verantwoordelijken.69 
8.4.1.3 Gemeenschappelijke verantwoordelijke 
De wetgever omschrijft gemeenschappelijke verantwoordelijkheid als de situatie 
waarbij één verantwoordelijke, de gemeenschappelijke verantwoordelijke, naar 
buiten toe verantwoordelijk is voor de gehele verwerking. De overige verant-
woordelijken zijn tegenover de gemeenschappelijke verantwoordelijke verant-
woordelijk voor de persoonsgegevens die zij aanleveren. De gemeenschappelijke 
verantwoordelijke is voor de inhoud van die persoonsgegevens alleen verantwoor-
delijk voorzover hij die kan beïnvloeden.70 
De wetgeschiedenis geeft als voorbeeld de patiëntenadministratie van een zie-
kenhuis. Het ziekenhuis is de gemeenschappelijke verantwoordelijk voor die 
administratie. De medici zijn als Overige' verantwoordelijken verantwoordelijk 
voor de persoonsgegevens die zij ten behoeve van die administratie aanleveren. 
Het ziekenhuis is niet de verantwoordelijke voor die gegevens. Het ziekenhuis kan 
op die gegevens immers geen invloed uitoefenen.71 
66 Kamerstukken 11, 1997/1998, 25 892, nr 3, ρ 58 
67 Art 6 6 BW 
68 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 58 
69 Art 6 10 BW 
70 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 58 
71 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 58 
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De wetgever verduidelijkt niet wat de precieze omvang is van de verantwoorde-
lijkheid van de Overige' verantwoordelijken. De wetgever verduidelijkt ook niet 
hoe gemeenschappelijke verantwoordelijkheid gerealiseerd moet worden. Dat de 
variant als zodanig bij het Cbp gemeld moet worden, acht ik niet voldoende. De 
gemeenschappelijke verantwoordelijke is op grond van de wet niet verplicht zich 
naar buiten toe aansprakelijk te stellen voor de Overige' verantwoordelijken. De 
formeel-juridische uitleg van het begrip 'verantwoordelijke' brengt, zoals we in 
paragraaf 8.3.1 zagen, mee dat de verantwoordelijke niet zomaar aansprakelijk is 
voor die overige verantwoordelijken. Die vrijwillige aansprakelijkheid dient naar 
mijn mening te worden vastgelegd in een verklaring van aansprakelijkheid.72 
De variant van gemeenschappelijke verantwoordelijkheid vertoont overeenkom-
sten met de verstrekking van persoonsgegevens. De verantwoordelijkheid van de 
'gewone' verantwoordelijke die verstrekt, gaat ook niet verder dan de juistheid van 
de verstrekte persoonsgegevens, terwijl de 'gewone' verantwoordelijke die per-
soonsgegevens ontvangt, niet verantwoordelijk is voor onjuist verkregen per-
soonsgegevens.73 
Het verschil met 'gewone' verantwoordelijkheid is dat de gemeenschappelijke 
verantwoordelijke naar buiten toe aansprakelijk is. Hij heeft de mogelijkheid van 
regres wanneer hij voor de onjuiste aanlevering van persoonsgegevens door een 
van de 'overige' verantwoordelijken aansprakelijkheid wordt gesteld. Het voor-
deel van de variant van de gemeenschappelijke verantwoordelijkheid voor de 
betrokkene is daarmee gegeven: hij hoeft niet vast te stellen wie verantwoordelijk 
is voor een (eventueel onrechtmatige) verwerking. 
8.4.1.4 Geschaalde verantwoordelijkheid 
Geschaalde verantwoordelijkheid is de vierde variant van pluraliteit van verant-
woordelijken. Gardeniers omschrijft geschaalde verantwoordelijkheid als de situ-
atie waarbij een van de verantwoordelijken primair verantwoordelijk is.74 Die ver-
antwoordelijke is verantwoordelijk wanneer niet vast komt te staan welke andere 
verantwoordelijke verantwoordelijk is. 
De wetsgeschiedenis noemt als voorbeeld het uitvoeren van een betaalop-
dracht.75 De bank is primair verantwoordelijk voor het gebruik van persoonsgege-
vens voor de uitvoering van de betaalopdracht. De klant is verantwoordelijk voor 
de persoonsgegevens die hij in het berichtenveld invult. De bank is voor die per-
soonsgegevens niet verantwoordelijk.76 Dat is volgens Gardeniers anders wanneer 
niet vast komt te staan wie daar wel verantwoordelijk voor is. Gardeniers meent 
dat geschaalde verantwoordelijkheid lacunes kan voorkomen. De vraag is of zo'n 
lacune zich voor kan doen77: verantwoordelijke is óf de klant die de gegevens 
72 Vgl paragraaf 7 3 6 
73 Vgl ook art 38 Wbp, waarover paragraaf 113 2 
74 Gardeniers 1995, ρ 24 
75 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 59 
76 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 58 
77 Vgl De Koning en De Vnes 2003, ρ 56 
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onjuist verstrekt óf de bank die de gegevens onjuist overneemt. De bank kan vol-
gens de formeel-juridische benadering niet verantwoordelijk worden gehouden 
wanneer de bank de persoonsgegevens volgens 'de juridische mogelijkheden en de 
bancaire praktijk' niet kan beïnvloeden.78 
8.4.1.5 Conclusie 
De tussenconclusie ten aanzien van de varianten waarop verschillende verant-
woordelijken volgens de wetgever samen kunnen werken, is dat het nut van die 
varianten voor de praktijk beperkt is. 
Ten eerste doordat de wetsgeschiedenis de verschillen tussen de varianten onvol-
doende duidelijk maakt. De wetsgeschiedenis voert als voornaamste verschil aan 
de omvang van de aansprakelijkheid tegenover betrokkene.79 De omvang van de 
aansprakelijkheid is echter geen geschikt criterium om vooraf vast te stellen welke 
variant zich voordoet.80 De varianten bieden daardoor weinig rechtszekerheid voor 
de verantwoordelijke. 
De varianten zouden in die zin meer rechtszekerheid bieden als het door de 
Britse Information Commissioner gehanteerde criterium zou worden gevolgd.81 
De Commissioner kiest het doel van de verwerking als onderscheidend criterium: 
'if may be shared jointly or in common. "Jointly" covers the situation where the 
determination is exercised by acting together. Determination "in common " is 
where data controllers share a pool of personal data, each processing it indepen-
dently of each other' .82 
De Commissioner maakt duidelijk dat bij pluraliteit van verantwoordelijken 
twee mogelijkheden te onderscheiden zijn: de verantwoordelijken hebben ófwel 
eenzelfde ófwel een afwijkend doel. De verantwoordelijken zijn hoofdelijke aan-
sprakelijkheid wanneer zij persoonsgegevens voor eenzelfde doel verwerken 
(gezamenlijke verantwoordelijkheid). De verantwoordelijken zijn dat niet wan-
neer zij voor verschillende doelen verwerken (gedifferentieerde en gemeenschap-
pelijke verantwoordelijkheid). 
Tweede beperking van het nut van de varianten wordt gevormd doordat de wet niet 
regelt aan welke vereisten voldaan moet worden om een bepaalde variant te reali-
seren. De variant van de gezamenlijke verantwoordelijkheid is voor de praktijk 
bijvoorbeeld nuttig wanneer de wet bepaalt dat gezamenlijke verantwoordelijken 
hoofdelijk verbonden zijn. Dat is nu niet het geval. De gezamenlijke verantwoor-
delijkheid biedt daardoor niet het voordeel voor de betrokkene dat hij niet hoeft 
vast te stellen welke verantwoordelijke hij voor een (eventueel onrechtmatige) ver-
werking aan kan spreken. Dat geldt ook voor de variant van gemeenschappelijke 
verantwoordelijkheid. De variant biedt de betrokkene pas het voordeel dat hij niet 
78 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 58 
79 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 58 
80 Vgl Korff2002, ρ 22 
81 Anders Korff2002, ρ 22 
82 Information Commissoner 2001, ρ 16 
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hoeft uit te zoeken welke verantwoordelijke hij aan kan spreken wanneer de wet 
bepaalt dat de gemeenschappelijke verantwoordelijke aansprakelijk is. De geza-
menlijke en de gemeenschappelijke verantwoordelijkheid zouden een aanvulling 
op de 'gewone' verantwoordelijkheid vormen als die verantwoordelijkheid in de 
wet geregeld zou zijn. 
De gedifferentieerde en de geschaalde verantwoordelijke voegen naar mijn 
mening überhaupt weinig toe ten opzichte van de 'gewone', gezamenlijke en de 
gemeenschappelijke verantwoordelijke. 
8.4.2 Eén verantwoordelijke voor meerdere groepsmaatschappijen 
De wetsgeschiedenis voorziet in een tweede mogelijkheid om in verband met de 
verwerking van persoonsgegevens samen te werken (figuur 26). Het betreft de 
mogelijkheid dat de ene rechtspersoon zich verantwoordelijk stelt voor de ver-
werking door een of meer andere rechtspersonen. 
De mogelijkheid past in de formeel-juridische uitleg van het begrip 'verant-
woordelijke'. De verantwoordelijke verklaart zich vrijwillig verantwoordelijke 
voor een andere rechtspersoon.83 De verantwoordelijke doet dat door zich in een 
overeenkomst of in de statuten van de rechtspersoon verantwoordelijk te verkla-
ren voor verwerking die een of meer andere rechtspersonen conform een door hem 
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83 Vgl paragraaf 7 3 6 
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8.4.2. J Ach tergrond 
De introductie van de statutaire en de contractuele verantwoordelijke is een 
poging om de discussie te beëindigen die onder de Wpr werd gevoerd. De discus-
sie betrof de vraag wie binnen een groep van rechtspersonen als houder aange-
merkt kon worden. 
De Wpr verstaat onder de 'houder' wat de Wbp onder de 'verantwoordelijke' 
verstaat.84 Naast de 'houder' komt in de Wpr de term Organisatie van de houder' 
voor.85 De term vormt voor een aantal auteurs aanleiding om aan te nemen dat het 
mogelijk is om verschillende groepsmaatschappijen te beschouwen als de organi-
satie van de houder. De moeder fungeert in die visie als houder van de persoons-
registratie die mede ten dienste van die groepsmaatschappijen wordt gevoerd.86 
Niet iedereen onderschrijft deze visie. De tegenstanders, de wetgever daar onder 
begrepen, nemen de juridische onafhankelijkheid van de groepsmaatschappijen 
als uitgangspunt. Dat uitgangspunt brengt mee dat de groepsmaatschappijen niet 
tot de organisatie van de houder konden horen.87 
De wetgever herhaalt zijn standpunt bij de totstandkoming van de Wbp. De 
wetgever benadrukt in de wetsgeschiedenis van de Wbp dat de uitleg van het 
begrip 'verantwoordelijke' beoogt aan te sluiten bij bestaande privaatrechtelijke 
rechtsverhoudingen. De hoofdregel is dat het begrip 'verantwoordelijke' formeel-
juridisch wordt uitgelegd en die hoofdregel geldt ook voor groepen van rechts-
personen. 'De feitelijke macht of invloed van een andere rechtspersoon binnen een 
concern is niet van belang', aldus de wetgever.88 
De door de wetgever geformuleerde hoofdregel roept bij de Raad van State de 
vraag op of de wetgever voldoende recht doet 'aan het feit dat binnen een con-
cernstructuur, bijvoorbeeld binnen een bankconcern, verschillende rechtsperso-
nen gegevens van cliënten verwerken in verband met de verschillende diensten die 
door het concern aan zijn cliënten worden verleend. De cliënten zullen veelal geen 
inzicht hebben in de organisatorische en juridische verhoudingen die binnen het 
concern bestaan en zij zullen het concern ervaren als één geheel waarmee zij 
zaken i/oen.'89 De Raad van State wijst op het feit dat de feitelijke structuur van 
de groep soms afwijkt van de formeel-juridische.90 De wetgever kiest voor de for-
meel-juridische benadering zodat de betrokkene weet ten aanzien van wie hij zijn 
rechten kan uitoefenen.91 De Raad van State vreest dat de betrokkene door de for-
84 Art 1 Wpr omschrijft de houder als 'degene die zeggenschap heeft over een persoonsregistratie' 
85 Vgl de omschrijving van het 'verstrekken van gegevens aan een derde' in art 1 Wpr, zie ook Kamerstukken 
II, 1984/85, 19 095, nr 1-3, ρ 36 waan η de 'organisatie van de houder' wordt omschreven als 'het organisato­
risch geheel waarover de houder zeggenschap heeft en ten dienste waarvan de registratie wordt gehouden' 
86 Vgl om Van Schilfgaarde in zijn Advies aan de Nederlandse Vereniging van Banken dd 24 apnl 1990, 
Berkvens, Van der Horst, Verkade 1989, nrs 32-33, Boswinkel 1991 en Berkvens 1993 
87 Vgl o m Kamerstukken II, 1985/86, 19 095, nr 5, Kamerstukken II, 1986/87, 19 095, nr 6, ρ 44 en 56 en 
Overkleeft-Verburg 1994, ρ 460 
88 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 56 
89 Kamerstukken II, 1997/1998, 25 892, Α, ρ 4 
90 Vgl paragraaf 8 5 
91 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 56 
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meel-juridische benadering juist niet weet ten aanzien van wie hij zijn rechten kan 
uitoefenen als de feitelijke structuur van een organisatie van de formeel-juridische 
verschilt. 
De wetgever komt uiteindelijk aan het door de Raad van State gesignaleerde 
bezwaar tegemoet door de statutaire en een contractuele verantwoordelijke te 
introduceren.92 De formeel-juridische uitleg staat volgens de wetgever namelijk 
niet in de weg aan 'ee/j regeling waarbij in de statuten van de betrokken rechts­
persoon of via een overeenkomst aan een bepaalde rechtspersoon binnen het con­
cern de bevoegdheid wordt toegekend om doel en middelen van de gegevensver­
werkingen binnen het concern te bepalen. De genoemde rechtspersoon - bijvoor­
beeld de moedermaatschappij - is dan verantwoordelijke in de zin van het wets­
voorstel voor alle gegevensverwerkingen die binnen het concern plaatsvinden, 
omdat de juridische zeggenschap krachtens de getroffen regeling bij die rechts­
personen berust.'91 
8.4.2.2 Statutaire verantwoordelijke 
De figuur van de statutaire verantwoordelijke veroorzaakt twee praktische proble­
men. Ten eerste het probleem dat de moedermaatschappij94 in haar statuten moet 
verklaren voor welke dochter(s) zij verantwoordelijk is. De dochter moet in haar 
statuten bepalen welke moeder voor haar verantwoordelijke is. De operatie is in 
de praktijk moeilijk. Denk aan het olieconcern dat, als zij de moeder verantwoor­
delijke wil maken voor de verwerking van een bepaalde (soort) gegevens, de sta­
tuten van tientallen dochters moet wijzigen. 
Ten tweede is er het probleem dat de statutenwijziging niet alleen vereist is om 
de figuur van de statutaire verantwoordelijkheid te doen ontstaand De (weinig 
flexibele) procedure, inclusief de aanvraag van een verklaring van geen bezwaar 
van de minister van Justitie moet, zoals we in paragraaf 4.3.1 zagen, voor iedere 
wijziging in de statutaire verantwoordelijkheid worden gevolgd. De figuur van de 
statutaire verantwoordelijkheid biedt op die manier weinig flexibiliteit. Het is dus 
de vraag of statutaire verantwoordelijkheid in de praktijk bruikbaar is. 
De figuur van de statutaire verantwoordelijke veroorzaakt niet alleen prakti­
sche, maar ook juridische problemen. De statutaire verantwoordelijkheid brengt 
voor de moeder een verruiming van haar verplichtingen mee.96 De moeder ver­
ruimt haar aansprakelijkheid voor de verwerking van persoonsgegevens door haar 
dochter(s). De statutaire regeling brengt voor de dochter(s) een beperking van 
rechten mee. De verruiming van de verplichtingen van de moeder en de beperking 
van de rechten van de dochter(s) vereist een wijziging van de statuten. De verrui­
ming van de verplichtingen van de moeder en de daarmee gepaard gaande beper-
92 Kamerstukken II, 1997/1998, 25 892, Α, ρ 5 
93 Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 56. 
94 Omwille van de leesbaarheid wordt er in het vervolg van uitgegaan dat de moeder de statutaire of contractuele 
verantwoordelijke is Gelet op Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 56 hoeft dat niet zo te zijn 
95 Cuijpers 2003, ρ 40 
96 Uitgebreid, vgl., paragraaf 7 4.6 
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king van de rechten van de dochter(s) is op die manier in overeenstemming met 
het vennootschapsrecht. De moeder is echter niet de enige die zichzelf in de sta­
tuten verantwoordelijk voor haar dochters kan verklaren: ook de dochter kan dat 
doen. De dochter handelt formeel vrijwillig, in de praktijk ligt dat, zoals we in 
paragraaf 7.3.6 zagen, soms anders. Het besluit om een dochter als verantwoor­
delijke aan te wijzen, wordt door de algemene vergadering van de dochter geno­
men.
97
 De aandelen van de dochter zijn, zoals we in paragraaf 4.8 zagen, meestal 
voor meer dan de helft in handen van de moeder. De moeder kan op die manier 
besluiten of de dochter verantwoordelijke wordt. 
De figuur van de statutaire verantwoordelijke biedt voor de betrokkene als 
voordeel dat hij altijd kan weten wie hij als verantwoordelijke kan aanspreken. Het 
bestuur van de moeder en de dochter(s) is namelijk verplicht 'een authentiek 
afschrift van de wijziging en de gewijzigde statuten neder te leggen ten kantore 
van het Handelsregister' . , 8 De betrokkene kan door het Handelsregister te raad­
plegen dus weten wie hij kan aanspreken. Het Handelsregister is openbaar. 
8.4.2.3 Contractuele verantwoordelijke 
De contractuele regeling verschilt wat inhoud betreft niet van de statutaire. De 
moeder sluit een overeenkomst met die dochter(s) voor wie zij zich verantwoor­
delijk verklaart. Het bezwaar dat de operatie in de praktijk omvangrijk kan zijn, 
geldt ook hier. 
De contractuele regeling ontstaat anders dan de statutaire. Het bestuur zal, 
zoals we in paragraaf 4.4.2 zagen, de overeenkomst namens de rechtspersoon 
moeten ondertekenen." De vraag is wie beslist of de overeenkomst wordt onder­
tekend: is dat het bestuur of de algemene vergadering? De algemene vergadering 
komt, zoals we in paragraaf 4.3 zagen, alle bevoegdheid toe die niet aan het 
bestuur of aan anderen is toegekend. De Wbp kent de bevoegdheid om te beslis­
sen of de overeenkomst wordt ondertekend aan niemand toe. Het is dus verdedig­
baar dat die bevoegdheid aan de algemene vergadering toekomt. De (omslachtige 
procedure van) bijeenroeping van de algemene vergadering dient dan, net als bij 
de statutaire regeling, te worden gevolgd. De moeder beslist dan (doorgaans), net 
als bij de statutaire regeling het geval is, of de overeenkomst wordt ondertekend. 
De moeder heeft meestal namelijk de meerderheid van de stemmen in de algeme­
ne vergadering van de dochter. 
Het voordeel van de contractuele regeling is dat ze eenvoudiger is te wijzigen 
dan de statutaire. Tenminste, als aangenomen wordt dat voor de wijziging van de 
contractuele regeling geen besluit van de algemene vergadering vereist. De con­
tractuele regeling is dan flexibeler dan de statutaire. Het is bijvoorbeeld een optie 
om de contractuele regeling in een service level agreement neer te leggen.100 
97 Art 2 121 en 231 BW 
98 Art 2 126 en 236 BW 
99 Art 2 130 en 240 BW 
100 Cuijpers 2003, ρ 40 
Hoofdstuk 8 121 
De contractuele regeling heeft als nadeel dat voor die voor de betrokkene niet ken­
baar is. 
8.4.2.4 Positie dochtermaatschappij 
De moeder is in een situatie van statutaire of contractuele verantwoordelijkheid (in 
principe) de verantwoordelijke. De vraag is wat de dochter in die situatie is. De 
vraag is dus welke regels van de Wbp gelden voor de dochter die onder statutaire 
of contractuele verantwoordelijkheid van de moeder valt.101 Die vraag wordt hier­
na beantwoord. De dochter is verantwoordelijke, bewerker, intern beheerder of 
derde. 
- Verantwoordelijke 
De eerste mogelijkheid is dat de dochter verantwoordelijke is. Als ik het goed zie, 
gaat Van der Putt er van uit dat dit het geval is. Van der Putt beschouwt statutaire 
en contractuele verantwoordelijkheid namelijk als gemeenschappelijke verant­
woordelijkheid.102 
De visie van Van der Putt is naar mijn mening niet juist: statutaire en contrac­
tuele verantwoordelijkheid verschillen van gemeenschappelijke verantwoordelijk­
heid. De gemeenschappelijke verantwoordelijke is, anders dan de statutaire of 
contractuele verantwoordelijke103, namelijk niet volledig verantwoordelijk voor de 
verwerkingen door de andere rechtspersonen (in casu: dochters). Daarnaast geldt 
dat de gemeenschappelijke verantwoordelijke, anders dan de statutaire en de con­
tractuele verantwoordelijke104, het doel voor de verwerking in overleg met de (in 
casu) dochters bepaalt. De dochter die onder statutaire of contractuele verant­
woordelijkheid valt, stelt het doel niet (mee) vast. Die dochter is dus geen verant­
woordelijke. De verantwoordelijke is namelijk de rechtspersoon die het doel voor 
de verwerking van persoonsgegevens (mede) vaststelt.105 De wetgever merkt in die 
zin ook op dat het voor de vaststelling van wie verantwoordelijke is, niet van 
belang is dat door de moeder verrichte verwerkingen mede ten dienste staan van 
de groep als zodanig.106 
- Intern beheerder 
De Wbp definieert de 'intern beheerder' niet. De wetsgeschiedenis omschrijft de 
intern beheerder als de persoon die zich onder 'rechtstreeks gezag' van de verant­
woordelijke bezig houdt met het feitelijk beheer van persoonsgegevens.107 De 
101 Vgl Kuner20O3, ρ 62 
102 Cuijpers 2003, ρ 39 en 33 
103 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 56 'de genoemde rechtspersoon - bijvoorbeeld de moeder­
maatschappij - is dan verantwoordelijke [ ] voor alle gegevensverwerkingen die binnen het concern plaats­
vinden' 
104 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 56 'het wetsvoorstel staat evenwel met in de weg aan een rege­
ling waarbij [ ] aan een bepaalde rechtspersoon de bevoegdheid wordt toegekend om doel en middelen van 
de gegevensverwerkingen [ ] te bepalen' 
105 Art 2 onder d nchtlijn 95/46/EG en art 1 sub d Wbp 
106 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 56 
107 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 56 en 61 
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intern beheerder verricht werkzaamheden onder leiding en toezicht van de ver-
antwoordelijke. Hij is doorgaans een persoon die op basis van een arbeidsover-
eenkomst voor de verantwoordelijke werkzaam is. 
Het idee dat de dochter die onder statutaire of contractuele verantwoordelijk-
heid van de moeder valt intern beheerder is, steunt op twee overwegingen.108 Ten 
eerste wordt in de wetsgeschiedenis opgemerkt dat: 'de kring van "personen die 
onder rechtstreeks gezag van de verantwoordelijke gemachtigd zijn om gegevens 
te verwerken ", [aansluit] bij de personen die "binnen de organisatie van de hou-
der" gegevens mogen ontvangen'.m De personen die onder de Wpr tot de organi-
satie van de houder behoorden, worden onder de Wbp dus als 'intern beheerders' 
aangemerkt. De vraag of de dochter als intern beheerder bij de moeder is aan te 
merken, is dus dezelfde als de vraag of de dochter onder de Wpr tot de organisa-
tie van de houder wordt gerekend. 
De wetgever stelt zich op het standpunt dat de dochter niet tot de organisatie 
van de houder te rekenen is. De wetgever merkt dochters ten opzichte van elkaar 
als derden aan. De dochter kan onder de Wbp dus geen intern beheerder zijn. 
De meeste auteurs zijn een andere mening toegedaan. Die auteurs menen dat 
dochters (onder de Wpr) wel degelijk deel van de organisatie van de moeder uit 
kunnen maken. De auteurs menen dat de moeder de houder kan zijn van de per-
soonsregistratie waar de dochters gebruik van maken. De auteurs die die mening 
zijn toegedaan komen onder de Wbp vermoedelijk tot de slotsom dat dochters 
(wèl) intem beheerders zijn.110 
Onder de Wpr bestond dus geen overeenstemming over de vraag of dochters 
intem beheerders in de zin van de Wbp konden zijn. De vraag of dochters die 
onder statutaire of contractuele verantwoordelijkheid van de moeder vallen, intern 
beheerders zijn, dient daarom beantwoord te worden aan de hand van het ant-
woord op de vraag wat de wetgever bedoelt met 'rechtstreeks gezag'. 
De vraag is of gezegd kan worden dat de moeder rechtstreeks gezag over haar 
dochter uitoefent. De centrale leiding die de moeder over de dochter heeft, pleit 
voor een bevestigend antwoord op die vraag. Centrale leiding is vereist om van 
een groep te kunnen spreken. Centrale leiding vereist, zoals we zagen in paragraaf 
4.8.4, dat van bovenaf daadwerkelijk zeggenschap wordt uitgeoefend. Die zeg-
genschap moet beslissend (kunnen) zijn.1" De zeggenschap is (onder meer) 
beslissend doordat de moeder als aandeelhoudster in de dochter over de bevoegd-
heid beschikt om het bestuur van de dochter te instrueren. Ondanks haar juridi-
sche zelfstandigheid kan het bestuur van de dochter zich, zoals we in paragraaf 
4.8.4 zagen, soms maar moeilijk aan de instructies van de algemene vergadering 
108 Vgl. Thyssen 2002, ρ 86-87 
109 Kamentukken II, 1997/1998, 25 892, nr 3, ρ 64 Onder 'personen die onder rechtstreeks gezag van de ver­
antwoordelijke gemachtigd zijn' verstaat de wetgever intern beheerders 
110 Anders Protocol 'Incidentenwaarschuwingssysteem Financiële Instellingen', bijlage lil, NVB, VvV en VFN 
2003 welk Protocol de term 'organisatie van de deelnemer' hanteert Het Protocol rekent groepsmaatschappij-
en tot de organisatie van de deelnemer. Het Protocol lijkt onder 'deelnemers' verantwoordelijken te verslaan 
Het protocol lijkt groepsmaatschappijen van deelnemers eveneens als verantwoordelijken aan te merken 
111 Uitgebreid, zie paragraaf 4 8 4 
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onttrekken. De moeder kan als aandeelhoudster in de dochter namelijk het bestuur 
van de dochter ontslaan. 
Gelet op het voorgaande zou het verdedigbaar zijn dat de dochter onder recht-
streeks gezag van de moeder valt. De dochter zou dan intern beheerder zijn van de 
moeder onder wiens statutaire of contractuele verantwoordelijkheid zij valt. Die 
visie gaat echter niet op. Ten eerste niet omdat ook de dochter op basis van de 
wetsgeschiedenis statutaire of contractuele verantwoordelijke kan zijn."2 De 
dochter oefent geen centrale leiding over de moeder uit. De stelling dat met 'recht-
streeks gezag' hetzelfde bedoeld wordt als met 'centrale leiding' gaat dan niet op. 
Ten tweede gaat de visie dat de dochter onder 'rechtstreeks gezag' van de moe-
der valt niet op omdat de wetsgeschiedenis 'rechtstreeks gezag' gelijk stelt met 
een 'hiërarchische relatie'."3 De zeggenschap van de moeder over de dochters is 
met het oog op de (juridische) zelfstandigheid van die dochters niet als een hië-
rarchische aan te merken."4 De statutaire of contractuele regeling kan de juridi-
sche zelfstandigheid niet terzijde schuiven."5 
Tenslotte gaat de visie dat de dochter onder 'rechtstreeks' gezag van de moe-
der valt niet op omdat intern beheerders persoonsgegevens feitelijk beheren. '16 De 
dochter is als rechtspersoon niet in staat feitelijk te handelen. De dochter kan om 
die reden geen intern beheerder van de moeder zijn. 
De conclusie is dat de dochter die onder statutaire of contractuele verantwoor-
delijkheid van de moeder valt geen intern beheerder van die moeder is. 
- Bewerker 
De Wbp definieert de 'bewerker' in artikel 1 sub e Wbp als degene die 'ten behoe-
ve van de verantwoordelijke persoonsgegevens verwerkt, zonder aan zijn recht-
streeks gezag te zijn onderworpen'."7 De bewerker heeft dus wat weg van de niet 
ondergeschikte."8 
De bewerker heeft als belangrijkste eigenschap dat hij niet aan het recht-
streekse gezag van de verantwoordelijke onderworpen is. De bewerker bepaalt niet 
zelf hoe hij met de persoonsgegevens omspringt."9 De bewerker die dat doet, is 
verantwoordelijke. De Wbp drukt dat in artikel 1 sub e Wbp uit door de bewerker 
te omschrijven als degene die persoonsgegevens 'ten behoeve van' de verant-
woordelijke verwerkt. 
De eis dat de bewerker niet aan het rechtstreeks gezag van de verantwoordelij-
ke onderworpen is, brengt mee dat hij niet tot de rechtspersoon van de verant-
112 Kamerstukken 11, 1997/1998, 25 892, nr 3, ρ 56 
113 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 64 
114 Vgl.. Thyssen 2002, p. 87 en Cuijpers 2003, ρ 39 en paragraaf 8.4 2. 
115 Art. 3 40 BW 
116 Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 56 en 61 
117 Art 2 sub e richtlijn 95/46/EG spreekt van 'verwerker' De Wbp gebruikt de term 'bewerker' in plaats van 'ver­
werker' om aan te geven dat verschillende (rechts)personen zich met verwerken kunnen bezig houden, vgl · 
Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 62 
118 Vgl paragraaf 4 6 
119 Vgl ook de omschrijving die Van Dale van 'bewerken' geeft, te welen: 'werk aan iets vemchten om het voor 
een zeker doel geschikt te maken' 
124 Verantwoordelijke 
woordelijke behoort. De 'bewerker' die wel tot de rechtspersoon van de verant-
woordelijke behoort, is geen bewerker, maar intern beheerder.120 
De eis dat de bewerker niet hiërarchisch ondergeschikt is aan de verantwoor-
delijke wordt door de richtlijn niet met zoveel woorden voorgeschreven. De eis 
vloeit impliciet uit de richtlijn voort. De richtlijn merkt namelijk zowel natuurlij-
ke als rechtspersonen als bewerkers aan. De bewerker zou, als hij hiërarchisch 
ondergeschikt aan de verantwoordelijke zou zijn, geen rechtspersoon kunnen zijn. 
De juridische onafhankelijkheid van de rechtspersoon staat aan die onderge-
schiktheid in de weg. 
De bewerker heeft behalve als eigenschap dat hij niet hiërarchisch onderge-
schikt is, als eigenschap dat hij persoonsgegevens niet voor een eigen doel ver-
werkt. De wetsgeschiedenis bepaalt dat, om te bepalen of dat (al dan niet) het 
geval is, gekeken moet worden naar de aard van de diensten die de bewerker ver-
leent. De dienstverlener die meer doet dan het verwerken van persoonsgegevens 
ten behoeve van de verantwoordelijke, is geen bewerker.121 Volgens Van der Putt 
is van belang of de bewerker een dienst verleent die tot de reguliere bedrijfsvoe-
ring verantwoordelijke wordt gerekend. De 'bewerker' is geen bewerker als dat 
niet het geval is.122 
De vraag of iemand bewerker of verantwoordelijke is, laat zich in de praktijk 
soms lastig beantwoorden. De wetsgeschiedenis noemt het voorbeeld van out-
sourcing121 van de financiële of salarisadministratie bij een andere rechtsper-
soon.124 Die andere rechtspersoon is dan bewerker. Het wordt lastiger wanneer het 
gaat om een externe rechtspersoon die een bedrijfsuitje organiseert en daartoe per-
soonsgegevens verwerkt. Volgens Van der Putts criterium is die rechtspersoon zelf 
verantwoordelijke.125 Hetzelfde geldt voor de rechtspersoon aan wie facilities 
management, zoals catering, wordt uitbesteed.126 Verantwoordelijke is volgens de 
brancheorganisatie voor Werving, Search en Selectie (OAWS) ook degene aan wie 
werving en selectie van werknemers wordt uitbesteed.127 Volgens Van der Putts cri-
terium is verdedigbaar dat diegene bewerker is. Verantwoordelijke is volgens Van 
der Putts criterium de advocaat die persoonsgegevens verwerkt in het kader van de 
uitvoering van een due diligence onderzoek en de curator die gegevens verwerkt 
in het kader van een faillissement.128 Volgens Prins en Berkvens is er echter iets 
voor te zeggen dat een advocaat (en ook een curator) bewerker is.129 Het is immers 
de cliënt als opdrachtgever die bepaalt of een dossier al dan niet in behandeling 
wordt genomen en of een zaak wordt doorgezet of beëindigd. 
120 Kamentukken II, 1997/1998, 25 892, nr 3, p. 61 
121 Kamerstukken II, 1997/1998, 25 892, nr 3, p. 62 
122 Cuijpers 2003, ρ 35. 
123 Welk begnp op zich een verzamelbegrip zonder vastomlijnde inhoud is, vgl Rinzema 2005, ρ 173. 
124 Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 62-63 
125 Cuijpers 2003, ρ 35 
126 Cuijpers 2003, ρ 36 
127 OAWS 2005, art 1 sub a 
128 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 62 en Rb Leeuwarden, 3 mei 1993, NJ 1994, 253 (Woudsend), 
Rb Amsterdam 12 februan 2004, LJN-nr A03649 (Broadcast Press) beantwoordt de vraag wat de positie van 
de curator in de Wbp is, niet 
129 Berkvens en Pnns 2004, ρ 361 
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De verantwoordelijke is op grond van artikel 14 Wbp verplicht om de samenwer-
king met de bewerker contractueel vast te leggen.130 De keus voor een overeen-
komst van opdracht ligt voor de hand.131 De overeenkomst moet wel overeen-
stemmen met de werkelijkheid.132 De overeenkomst kan dus niet bewerkstelligen 
dat verantwoordelijkheid anders komt te liggen dan in de praktijk het geval is. De 
dienstverlening door een advocaat ten behoeve van zijn cliënt wordt doorgaans 
bijvoorbeeld in een overeenkomst van opdracht vastgelegd. Die overeenkomst (an 
sich) betekent niet dat de advocaat bewerker is. 
In het geval aan de hand van de overeenkomst en de tussen partijen bestaande 
praktijk niet is vast te stellen of sprake is van verantwoordelijkheid of bewerker-
schap, dan is bepalend wat partijen bij het aangaan van de overeenkomst voor 
ogen stond. De aanwezigheid van een overeenkomst vormt een aanwijzing dat 
sprake is van bewerkerschap. De uitleg van de overeenkomst dient die aanwijzing 
te bevestigen, zo blijkt uit een uitspraak van het Cbp naar aanleiding van een 
klacht over het Uitvoeringsinstituut werknemersverzekeringen (UWV).133 
De visie van het Cbp sluit aan bij die van de Hoge Raad in het Haviltex 
arrest.134 De Hoge Raad oordeelde in dat arrest dat bij de uitleg van wat partijen 
zijn overeengekomen, niet kan worden volstaan met een taalkundige uitleg, maar 
dat ook gekeken moet worden naar de zin die partijen in de gegeven omstandig-
heden over en weer aan het overeengekomene mochten toekennen en naar hetgeen 
zij te dien aanzien redelijkerwijs van elkaar mochten verwachten. 
Terug naar de vraag wat de dochter is die onder statutaire of contractuele verant-
woordelijkheid van de moeder valt. Gezien het voorgaande is die dochter niet als 
een bewerker aan te merken.135 De dochter verwerkt persoonsgegevens namelijk 
niet uitsluitend voor de moeder. De dochter verwerkt die gegevens ook voor haar 
eigen reguliere bedrijfsvoering.136 Dat neemt niet weg dat de dochter die onder 
verantwoordelijkheid van de moeder valt veel weg heeft van een bewerker. Ten 
eerste doordat zowel die dochter als een bewerker persoonsgegevens conform een 
door de verantwoordelijke vastgesteld doel verwerkt. Ten tweede doordat zowel 
die dochter als een bewerker niet aan het rechtsreeks gezag van de verantwoorde-
lijke onderworpen is.137 Tenslotte heeft die dochter die onder contractuele verant-
woordelijkheid valt veel van een bewerker weg doordat zowel de relatie tussen een 
bewerker en de verantwoordelijke, als die tussen de dochter en de contractuele 
verantwoordelijke in een contract geformaliseerd te zijn. 
130 Art 14 jo 15 Wbp 
131 Vgl art. 7.400 BW, de overeenkomst van opdracht verbindt anders dan op grond van arbeidsovereenkomst, tot 
het verrichten van werkzaamheden die met bestaan uit 'het tot stand brengen van een werk van stoffelijke aard, 
het bewaren van zaken, het uitgeven van werken of het vervoeren of doen vervoeren van personen of zaken', 
zie. art 7*400 BW Onder geen van die uitzonderingen kan hel verwerken van persoonsgegevens worden 
gebracht Vgl over de juridische kwalificatie van de outsourcmgovereenkomst. Rinzema 2005 
132 Kamerslukken II, 1997/1998, 25 892, nr. 3, ρ 62 en 63 
133 Cbp 4 maart 2003, kenmerk ζ2002-0230 
134 HR 13 maart 1981, NJ 1981, 635 (Haviltex), vgl. ook HR 20 febman 2004, NJ 2005 498 (DSM/Fox). 
135 Vgl. ook· Berkvens 2001, toelichting op art 8 lid 1 sub e Wbp en Cuijpers 2003, ρ 40 
136 Vgl. Cuijpers 2003, 35 
137 Art I sub e Wbp. 
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- Derde 
De dochter die onder statutaire of contractuele verantwoordelijkheid van de moe­
der valt, is dus niet aan te merken als verantwoordelijke, intern beheerder of 
bewerker. De dochter valt dus onder de definitie van het begrip 'derde', dat in arti­
kel 1 sub g Wbp gedefinieerd is als: 'ieder, niet zijnde de betrokkene, de verant­
woordelijke, de bewerker of enig persoon die onder rechtstreeks gezag van de ver­
antwoordelijke of de bewerker gemachtigd is om persoonsgegevens te verwerken'. 
De definitie van 'derde' is duidelijk. Toch twijfel ik of de dochter die onder statu­
taire of contractuele verantwoordelijkheid valt als 'derde' is aan te merken. De 
wetsgeschiedenis stelt namelijk dat de 'derde' de natuurlijke of rechtspersoon is 
die met de verantwoordelijke geen enkele contractuele relatie heeft in verband met 
het gebruik van persoonsgegevens.138 Dat vormt een aanwijzing dat de dochter die 
op basis van een overeenkomst onder verantwoordelijkheid van de moeder valt, 
geen 'derde' in de zin van de Wbp is. 
Het ligt overigens ook niet voor de hand een dochter als 'derde' aan te merken 
omdat het zou betekenen dat zij geen enkele verplichting op grond van de Wbp 
heeft. 
8.4.2.5 Conclusie 
De conclusie van de omzwerving langs de begrippen 'intern beheerder', 'bewer­
ker' en 'derde' is, dat de positie van de dochter die onder statutaire of contractu­
ele verantwoordelijkheid van de moeder valt, allerminst duidelijk is. Dat maakt 
niet uit wanneer de dochter persoonsgegevens conform het door de moeder vast­
gestelde doel verwerkt. De moeder is dan verantwoordelijke. Het maakt ook niet 
uit wanneer de dochter niet conform het door de moeder vastgestelde doel ver­
werkt. De dochter is dan zelf verantwoordelijke. De Wbp verbindt geen gevolgen 
aan het feit dat de dochter de statutaire of contractuele regeling overtreedt.139 De 
vraag is dan wat het nut van de figuur van de statutaire of contractuele verant­
woordelijke is. De figuur biedt, vooral voor de betrokkene, namelijk weinig 
(rechts)zekerheid over wie verantwoordelijke is. 
De figuur van de statutaire of contractuele verantwoordelijke biedt bovendien 
weinig (rechts)zekerheid doordat die figuur in de andere Lid Staten onbekend is. 
De richtlijn lijkt de figuur toe te staan140, terwijl de statutaire of contractuele ver­
antwoordelijke in de andere Lid Staten niet (altijd) als verantwoordelijke wordt 
aangemerkt. De figuur veroorzaakt daardoor verwarring wanneer de statutaire of 
contractuele verantwoordelijke persoonsgegevens verwerkt in het kader van acti­
viteiten van een vestiging in een andere Lid Staat.141 De plaats van de vestiging 
138 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 64 
139 Kamerstukken II. 1997/1998, 25 892, nr 3, ρ 55 'indien onbevoegd gegevens worden verwerkt dient immers 
eveneens een verantwoordelijke te kunnen worden aangewezen en op zijn handelen te kunnen worden aange­
sproken' 
140 In overweging 19 richtlijn 95/46/EG staat dat een verantwoordelijke door middel van een dochtermaatschappij 
in meer dan een Lid Staat gevestigd kan zijn 
141 Vgl Thijssen 2002 en paragraaf 115 1 
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van de verantwoordelijke bepaalt, zoals we in paragraaf 115 1 zullen zien, name-
lijk welke implementatiewet van welke Lid Staat voor een verwerking geldt De 
rechtspersoon die onder statutaire of contractuele verantwoordelijkheid valt, is een 
vestiging van de statutaire of contractuele verantwoordelijke M2 De verwerking die 
plaatsvindt in het kader van activiteiten van die rechtspersoon valt onder de imple-
mentatiewet van de Lid Staat waar die rechtspersoon gevestigd is Dat is de imple-
mentatiewet van een andere Lid Staat als die rechtspersoon in een andere Lid Staat 
gevestigd is Die implementatiewet beschouwt de statutaire of contractuele ver-
antwoordelijke vermoedelijk niet als verantwoordelijke De verantwoordelijke is 
volgens die implementatiewet de rechtspersoon die het doel voor de verwerking 
vaststelt De rechtspersoon die onder statutaire of contractuele verantwoordelijk-
heid valt, wordt buiten Nederland dus vermoedelijk als verantwoordelijke aange-
merkt 
De afwijkende betekenis die de Nederlandse wetgever aan de verantwoordelij-
ke geeft, creëert op die manier een cirkelredenering Voor de vaststelling welk 
recht van toepassing is, is van belang wie verantwoordelijk is Voor de vaststelling 
wie verantwoordelijke is, is van belang welk recht van toepassing is 
8.5 Het bank- en het olieconcern 
Ik pas het voorgaande ter verduidelijking weer toe op de twee specifieke organi-
saties van het bankconcern en het olieconcern uit het hoofdstuk 2 
8 51 Het bankconcern 
Het bankconcern omvat (nagenoeg) hetzelfde aantal verantwoordelijken als ven-
nootschappen (figuur 27) Dat komt doordat (nagenoeg) alle vennootschappen 
van het bankconcern persoonsgegevens verwerken Het bankconcern maakt van 
de mogelijkheid om verantwoordelijkheid te delen geen gebruik 
De structuur van het bankconcern van figuur 27 verschilt van de vennootschaps-
rechtelijke structuur van figuur 13 Het aantal verantwoordelijken (vw ) binnen het 
bankconcern is weliswaar gelijk aan het aantal vennootschappen, maar de ene ver-
antwoordelijke van het bankconcern is niet aan de andere verbonden zoals de ene 
vennootschap van het bankconcern aan de andere verbonden is in de vennoot-
schapsrechtelijke structuur 















8.5.2 Het olieconcern 
Ook het olieconcern omvat (nagenoeg) hetzelfde aantal verantwoordelijken als 
vennootschappen. Ook (nagenoeg) alle vennootschappen van het olieconcern ver-
werken namelijk persoonsgegevens. 
De vennootschappen van het olieconcern overwegen de mogelijkheid om ver-
antwoordelijkheid te delen, in die zin dat zij de Britse vennootschap Diensten plc, 
waartoe de afdeling HRM behoort, in hun statuten als verantwoordelijke aan wil-
len wijzen voor de verwerking van alle gegevens van alle werknemers binnen het 
olieconcern. Voor de verwerking van personeelsgegevens in het olieconcern 
bestaat dan één verantwoordelijke (figuur 28). 




holding plc olie nv gas plc werkmij 
Figuur 28 
De structuur van het olieconcern van figuur 28 verschilt van de vennootschaps-
rechtelijke structuur van het olieconcern van figuur 14. Die eerste structuur ont-
staat, anders dan de tweede, niet door meerderheidsdeelnemingen in het kapitaal, 
maar door een statutaire regeling. 
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8.6 Afronding 
In het voorgaande hoofdstuk behandelde ik het begrip 'verantwoordelijke'. 
De Wbp definieert het begrip 'verantwoordelijke' als de natuurlijke of rechts-
persoon die het doel voor de verwerking van persoonsgegevens, alleen of met 
anderen, vaststelt. 
Het begrip moet volgens de wetsgeschiedenis formeel-juridisch worden uitge-
legd. Ik heb de vraag gesteld of de wetgever de uitkomst van die uitleg voldoende 
heeft voorzien. De introductie van de functionele uitleg in aanvulling op de for-
meel-juridische uitleg versterkt het vermoeden dat de wetgever die uitkomst 
onvoldoende heeft voorzien. 
Ik behandelde voorts de mogelijkheden die de definitie van het begrip verant-
woordelijken biedt om samen te werken. De wetgever noemt twee mogelijkheden. 
Ten eerste kunnen twee of meer rechtspersonen het doel voor de verwerking van 
persoonsgegevens samen (in onderling overleg) vaststellen. De wetgever onder-
scheidt vier varianten, te weten: gedifferentieerde, gezamenlijke, gemeenschappe-
lijke en geschaalde verantwoordelijkheid. 
Ten tweede kan één rechtspersoon zich verantwoordelijk stellen voor de ver-
werking door een of meer andere rechtspersonen. De wetgever onderscheidt twee 




In hoofdstuk 3 heb ik de feitelijke betekenis van informatie besproken en in 
hoofdstuk 5 de betekenis die informatie in het vennootschapsrecht en in het ver-
mogensrecht heeft. In het onderhavige hoofdstuk bespreek ik de betekenis die 
informatie in de Wbp heeft. Ik bespreek voor dat doel de betekenis van het begrip 
'persoonsgegeven' (figuur 29). 
De Wbp definieert het begrip 'persoonsgegeven' in artikel 1 sub a als 'elk 
gegeven betreffende een geïdentificeerde of identificeerbare natuurlijke persoon'. 
De definitie bevat drie elementen: een gegeven, dat betrekking heeft op een 

























1 Vgl. WP 136(01248/07/NL) 
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9.2 Gegeven 
De Wbp definieert een persoonsgegeven in de eerste plaats als een 'gegeven'. De 
richtlijn definieert een persoonsgegeven als 'informatie'.2 De wetsgeschiedenis 
verduidelijkt dat de term 'gegeven' het begrip 'informatie' van de richtlijn omzet: 
'teneinde de terminologie ten opzichte van artikel 1 van de Wpr niet onnodig te 
doorbreken is [...] de term 'gegeven' gehandhaafd om het begrip 'informatie ' van 
de richtlijn om te ze/Ze«'.3 
Een gegeven dat informatie over een natuurlijke persoon bevat, is een per-
soonsgegeven.4 Informatie wordt, zoals we in paragraaf 3.3 zagen, gevormd door 
geïnterpreteerde gegevens. Enkele selectie van een gegeven maakt van een gege-
ven in die zin al informatie. Een selectie veronderstelt een doel en dat doel geeft 
een gegeven een betekenis. Een voorbeeld: dat mijn naam voorkomt op een 
bepaalde (zwarte) lijst, is informatie. 
Een gegeven is een weergave van de werkelijkheid of van de voorstelling van 
de geest. Een weergave is in diverse vormen denkbaar5, bijvoorbeeld in de vorm 
van letters of cijfers die op een RFID-tag zijn opgeslagen6 of in de vorm van beel-
den of geluiden.7 In de overwegingen voorafgaand aan de richtlijn en in de parle-
mentaire geschiedenis van de Wbp worden beeld- en geluidgegevens als per-
soonsgegevens aangemerkt.8 
In de vorm van beelden of geluiden zijn persoonsgegevens volgens Berkvens 
informatie over een natuurlijke persoon die door middel van beeld- of geluid ver-
kregen wordt.9 In die betekenis is het de vraag of de enkele vastlegging van beeld 
en geluid al een verwerking van persoonsgegevens oplevert of dat daar pas sprake 
van is als de vastgelegde beelden en geluiden geïnterpreteerd worden. Het antwoord 
op die vraag is, zoals we in paragraaf 11.6.3 zullen zien, van belang voor de reik-
wijdte van de Wbp, in het bijzonder voor de reikwijdte van het inzageverzoek.10 
9.3 Gegeven betreft natuurlijk persoon 
Een persoonsgegeven bevat informatie die betrekking heeft op een natuurlijke per-
soon (die identificeerbaar is). De Wbp duidt die natuurlijke persoon als de betrok-
kene aan." 
Een gegeven heeft betrekking op een natuurlijk persoon door zijn aard of door de 
context waarin het wordt gebruikt. 
2 Art 2 sub a richtlijn 95/46/EG 
3 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 45 
4 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 45 
5 Berkvens 2005b, p, 258 
6 Vgl Beugelsdijk 2006 
7 Kamentukken II, 1997/1998, 25 892, nr 3, ρ 50, vgl WP136 (01248/07/NL), ρ 8 
8 Preambule 14 e ν nchllijn 95/46/EG en Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 50 en ρ 70-72 
9 Berkvens 2005b, ρ 259 
10 Berkvens 2005a, ρ 119 
11 Art 1 sub f Wbp 

























9.3.1 Aard gegeven 
Ten eerste is het mogelijk dat een gegeven naar zijn aard betrekking op een natuur-
lijke persoon heeft. Te denken is aanfeitelijke gegevens over iemands eigenschap-
pen zoals geboortedatum of geslacht. Te denken is voorts aan waarderende gege-
vens over iemands eigenschappen, zoals opleiding of intelligentiequotiënt.12 
Een persoonsgegeven hoeft naar zijn aard niet zodanige intiem te zijn dat het 
de persoonlijke levenssfeer van betrokkene raakt.'3 Een persoonsgegeven wordt 
door de Wbp namelijk ook beschermd wanneer het de persoonlijke levenssfeer 
niet raakt.1'· 
Het recht op bescherming van persoonsgegevens wordt, zoals we in paragraaf 
8.1 zagen, van oudsher onder het recht op bescherming van de persoonlijke 
levenssfeer geschaard. Het recht op bescherming van de persoonlijke levenssfeer 
vormt het vertrekpunt voor wetgeving met betrekking tot de bescherming van per-
soonsgegevens.15 Het grondrecht op bescherming van de persoonlijke levenssfeer 
is in Nederland opgenomen in artikel 10 lid 1 Gw. Het artikel draagt de wetgever 
in lid 2 op 'met het oog op de bescherming van de persoonlijke levenssfeer' het 
gebruik van persoonsgegevens te reguleren. De Wbp is het resultaat. 
12 Sauerwein en Linneman 2000, ρ 13 
13 Vgl · WP 136 (01248/07/NL), p. 6-7 en 10-12 
14 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 7. 
15 Zie bijvoorbeeld Preambule Verdrag van Straatsburg 1981, Overweging 7 richtlijn 95/46/EG, Kamerstukken 
II, 1997/1998, 25 892, nr 3, ρ 9 
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De Wbp beschermt dus ook persoonsgegevens die geen betrekking op persoonlij­
ke levenssfeer hebben. De Wbp verleent de betrokkene echter geen subjectief 
recht op bescherming van die persoonsgegevens. Het recht op bescherming van de 
persoonlijke levenssfeer verleent de betrokkene een dergelijk subjectief recht op 
bescherming van persoonsgegevens die betrekking op de persoonlijke levenssfeer 
hebben, wel.16 
De Wbp beschermt dus niet alleen persoonsgegevens die betrekking op de per­
soonlijke levenssfeer hebben. Het Court of Appeal in Londen denkt daar anders 
over, zo blijkt uit de zaak Durant ν Financial Services Authority.'7 Het Court of 
Appeal merkt een gegeven in die zaak als persoonsgegeven aan als het iemands 
persoonlijke levenssfeer raakt. Het Court vereist dus dat een persoonsgegeven 
intieme informatie bevat. Het verstaat onder persoonlijke levenssfeer behalve 
iemands persoonlijke of gezinsleven ook iemands zakelijke of professionele hoe­
danigheid. De bescherming van persoonsgegevens is volgens het Court dus gelijk 
aan de bescherming van de persoonlijke levenssfeer. 
Het Court of Appeal merkt voor wat betreft de aard van een persoonsgegeven 
nog op dat een gegeven 'biographical' moet zijn 'in a significant sense'. Het gaat 
om meer dan 'the recording of the putative data subject's involvement in a matter 
or an event that has no personal connotations'. Het enkele feit dat een naam in 
een bestand voorkomt, betekent volgens het Court nog niet dat die naam een per­
soonsgegeven is. Het gaat er om of de persoonlijke levenssfeer van de genoemde 
persoon in het geding is. 
De Information Commissioner laat in een reactie op de uitspraak van het Court 
of Appeal weten dat de uitleg door het Court beperkter is dan die door de richtlijn. 
De Commissioner wijst die beperktere uitleg in eerst instantie niet af.18 De beperk­
tere uitleg is op het eerste gezicht ook niet in strijd met rechtspraak van het Hof 
van Justitie over de verhouding tussen de richtlijn en de nationale wetgeving: in 
de Lindqvist-zaak oordeelt het Hof dat Lid Staten in de nationale wetgeving geen 
hoger niveau van bescherming dan de richtlijn mogen nastreven.19 De uitleg door 
het Court of Appeal leidt tot een lager niveau van bescherming. De vraag is hoe­
veel lager het beschermingsniveau in de nationale wetgeving mag zijn. De per­
soonlijke levenssfeer moet in ieder geval beschermd worden. De overwegingen 
voorafgaand aan richtlijn 95/46/EG maken duidelijk dat de richtlijn méér dan de 
persoonlijke levenssfeer beoogt te beschermen.20 De Information Commisioner is 
door de Europese Commissie dan ook teruggefloten.21 De richtlijn beschermt vol-
gens de Commissie ook persoonsgegevens die de persoonlijke levenssfeer niet 
16 Vgl paragraaf 7 2 2, waar werd opgemerkt dat het grondrecht op de bescherming van persoonlijke levenssfeer 
in private verhoudingen doorwerkt als subjectief persoonlijkheidsrecht dat door artikel 6 162 BW tegen inbreuk 
wordt beschermd 
17 England and Wales Court of Appeal (Civil Division), 8 december 2003, Civ 1746, decision of Lord Justices 
Auld, Mummery en Buxton (Durant ν Financial Services Authonty) 
18 Information Commissioner 2003 
19 HvJ EG 6 november 2003, C-101/01 (Lindqvist) Vgl ook Blok 2004, ρ 36 
20 Overweging 10, nchtlijn 95/46/EG 
21 PL&B International 2004a, Issue 29, onder 2, PL&B International 2004b, Issue 32 onder 2 en Information 
Commissioner 2004 
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raken.22 Dat die gegevens beschermingswaardig zijn, blijkt uit het Handvest van 
de grondrechten van de Europese Unie. Dat Handvest plaatst de bescherming van 
de persoonlijke levenssfeer en de bescherming van persoonsgegevens in twee 
afzonderlijke bepalingen.23 
In het navolgende geldt als uitgangspunt dat een persoonsgegeven de persoon­
lijke levenssfeer niet hoeft te raken. In de woorden van de wetgever: 'de richtlijn 
biedt geen aanknopingspunt voor een beperking van het begrip 'persoonsgegevens ' 
tot rechtens relevante informatie, zoals soms wel is bepleit. In deze opvatting zou 
het bij persoonsgegevens slechts gaan om gegevens die juridische consequenties 
hebben voor betrokkene'.2* 
9.3.2 Context gebruik gegeven 
Ook een gegeven dat naar zijn aard geen betrekking op een natuurlijke persoon 
heeft, kan een persoonsgegeven zijn. De context waarin een gegeven gebruikt 
wordt, kan namelijk meebrengen dat een gegeven betrekking op een natuurlijke 

























22 Commission 2003b, p. 43, vgl ook Hustmx 2004, ρ 270-271 
23 Vgl art 7 en 8 Handvest van de grondrechten van de Europese Unie 2000, vgl ook WP 136 (01248/07/NL), 
Ρ 7 
24 Kamerslukken II, 1997/1998, 25 892, nr 3, p. 46 
25 Kamerslukken II, 1997/1998, 25 892, nr. 3, p. 46, vgl WP 136 (01248/07/NL), ρ 10-12 
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Naar zijn aard heeft een gegeven over een voorwerp, zoals het benzineverbruik 
van een auto, bijvoorbeeld geen betrekking op een natuurlijke persoon. In de con-
text waarin het wordt gebruikt, kan het verbruik toch een persoonsgegeven zijn. 
Namelijk wanneer het verbruik per lease-auto door de werkgever geregistreerd 
wordt, zoals bij het olieconcern het geval is. Het benzineverbruik zegt dan iets 
over het gebruik dat werknemers van de lease-auto maken. Het gegeven heeft dan 
wel degelijk betrekking op een persoon. 
Naar zijn aard heeft ook een gegeven dat een rechtspersoon betreft geen 
betrekking op een natuurlijke persoon. Een gegeven van een rechtspersoon kan 
betrekking op een natuurlijk persoon hebben in de context waarin het wordt 
gebruikt.26 Denk aan het salaris van een bestuurder van de vennootschap. Een aan-
tal Lid Staten (Oostenrijk, Italië en Luxemburg) verlangt overigens niet dat een 
persoonsgegeven betrekking op een natuurlijke persoon heeft. De gegevens van 
rechtspersonen worden in die Lid Staten ook beschermd. Die bescherming is inge-
volge richtlijn 95/46/EG (nog) niet vereist.27 
Een persoonsgegeven moet betrekking op een levende persoon hebben.28 Een 
gegeven van een overleden (of ongeboren)29 persoon heeft dat in beginsel niet. In 
beginsel, omdat de context waarin een gegeven van een overleden persoon wordt 
gebruikt, met zich mee kan brengen dat het gegeven betrekking heeft op een nog 
levende persoon.30 
Een gegeven kan zowel naar zijn aard als door de context waarin het gebruikt 
wordt betrekking op meerdere personen hebben. Denk aan een afbeelding van 
meer dan één persoon.31 Een gegeven is een persoonsgegeven van ieder van hen, 
wanneer het voor ieder van hen aan de omschrijving van artikel 1 sub a Wbp vol-
doet. De pensioengegevens die informatie over iemands partner bevatten, zijn dus 
persoonsgegevens van de (ex) werknemer en van diens partner. De gegevens zijn 
alleen nog persoonsgegevens van de partner op het moment dat de (ex) werkne-
mer overlijdt. 
9.4 Natuurlijk persoon is identificeerbaar 
Een persoonsgegeven vereist niet alleen dat een gegeven betrekking op een natuur-
lijke persoon heeft, maar ook dat die persoon identificeerbaar is (figuur 32).32 Een 
gegeven dat weliswaar betrekking heeft op een natuurlijk persoon, maar waarvan 
niet duidelijk is om welke persoon het gaat, is (dus) geen persoonsgegeven. 
26 Vgl WP 136 (01248/07/NL), ρ 24-25 Anders Rb Zwolle 22 maart 2004, LJN-nr AO6018 (ID Lelystad) 
waann geoordeeld werd dat 'ruwe datagegevens met [kunnen] worden aangemerkt als persoonsgegevens, nu 
deze data betrekking hebben op de dieren van het bedrijf van [eiser], en derhalve bedrijfsgegevens zijn, zodat 
[de Wbp] in deze zaak toepassing mist 
27 Korff 1998 doet in een onderzoek in opdracht van de Europese Commissie wel de aanbeveling die bescherming 
ten dele aan rechtspersonen te doen toekomen 
28 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 47-50 
29 WP 136 (01248/07/NL), ρ 23-24 
30 Vgl Rb Amsterdam 11 december 2003, LJN-nr AN9893 (Stichting Digitaal Monument) 
31 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 63 
32 Vgl WP 136 (01248/07/NL), ρ 13-23 

























De wetsgeschiedenis geeft geen duidelijk antwoord op de vraag wanneer een per-
soon identificeerbaar is.33 De wetsgeschiedenis vindt 'een persoon identificeer-
baar [...] indien zijn identiteit [...] vastgesteld kan worden1 ?* De vraag is wan-
neer dat het geval is. 
Holvast is duidelijk.35 Hij meent dat een persoon aan de hand van een gegeven 
identificeerbaar is als tussen het gegeven en de persoon een één-op-één relatie 
aangebracht kan worden. Het gegeven en de persoon moeten met elkaar 'vereen-
zelvigd' kunnen worden.36 De kans moet bestaan dat de persoon door kennisname 
van het gegeven, herkend wordt. Dat is van twee factoren afhankelijk: de aard van 
het gegeven en de mogelijkheden van de verantwoordelijke om identificatie tot 
stand te brengen. 
33 Kamerstukken 11, 1997/1998, 25 892, nr 3, ρ 47-50 
34 Kamerstukken 11, 1997/1998, 25 892, nr 3, p. 47 
35 Holvast 1998a, ρ 21 
36 Van Dale geeft 'vereenzelviging' aan als betekenis van 'identificatie'. 
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9.4. J Aard gegeven 
Of tussen het gegeven en de persoon op wie het betrekking heeft een één-op-één 
relatie gelegd kan worden, hangt onder andere af van de aard van het gegeven. 
Een gegeven kan naar zijn aard direct identificerend zijn. Het onderscheidt de 
persoon op wie het betrekking heeft dan van ieder ander.37 Algemeen aangenomen 
wordt dat iemands naam een direct identificerend gegeven is.38 Alhoewel een 
naam strikt genomen niet altijd uniek is voor één persoon, is een naam wel altijd 
een persoonsgegeven. 
Het vermelden waard is de opsomming van gegevens die de Wet vorderen 
gegevens39 als identificerend aanmerkt: naast NAW gegevens gaat het om geboor-
tedatum, geslacht en administratieve kenmerken.40 Administratieve kenmerken 
zijn volgens de wetgever onder andere klant-, polis-, bankrekening- en lidmaat-
schapsnummers.4' Afgezien van iemands naam hoeven die gegevens naar mijn 
mening geen persoonsgegevens in de zin van de Wbp te zijn: die gegevens zijn op 
zichzelf namelijk niet uniek. Aan de hand van enkel een geboortedatum kan de 
identiteit van degene wiens geboortedatum het is immers niet worden vastgesteld. 
Een biometrisch gegeven, zoals een vingerafdruk of DNA, is wel uniek. Een 
biometrisch gegeven onderscheidt een persoon van ieder ander. Een biometrisch 
gegeven is evenwel niet direct identificerend. Enkel aan de hand van een biome-
trisch gegeven is herkenning van degene op wie het betrekking heeft (zo goed als) 
niet mogelijk. Een enkele vingerafdruk is onvoldoende om de identiteit van de 
persoon van wie de afdruk is, te achterhalen. Een biometrisch gegeven kan indi-
rect, dat wil zeggen in combinatie met een ander gegeven, identificerend zijn.42 
Of iemands afbeelding direct identificerend is, hangt van de concrete afbeel-
ding af. Het portretrecht toont dat afbeeldingen in verschillende soorten en maten 
voorkomen, waardoor niet gezegd kan worden dat een afbeelding altijd direct 
identificerend is. Een foto kan bijvoorbeeld wazig zijn43 en een portretschildering 
abstract en verder zijn er talloze twijfelgevallen, zoals de afbeelding van een 
lichaam zonder gelaatstrekken of de afbeelding van een look-a-hke.44 
De meeste gegevens zijn niet direct identificerende van aard. Dat betekent niet 
dat identificatie met behulp van die gegevens niet mogelijk is. Denkbaar is dat 
identificatie indirect, door spontane herkenning of door koppeling van gegevens 
plaatsvindt. 
Spontane herkenning moet redelijkerwijs uitgesloten zijn, wil een gegeven niet 
identificerend zijn.45 Dat is minder snel het geval bij een gegeven van een persoon 
37 Jaarverslag 1992-1993, ζ ρ Registratiekamer juli 1994, ρ 54 Vgl WP 136 (01248/07/NL), ρ 13-15 
38 Kamerslukken II. 1998/99, 25 892, nr 13, ρ 2 
39 Wet vorderen gegevens, Stb 2005, 390 
40 Art I Wet vorderen gegevens 
41 Kamerstukken II, 2003/2204, 29 441, nr 3, ρ 7 
42 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 48, vgl ook WP 91 12178/03/EN, m η ρ 5 
43 Vgl Commissie 2003d, ρ 56 
44 Vgl bijvoorbeeld Schuijt en Visser 2003 
45 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 48 
46 Holvast 1998a, ρ 25 
47 Vgl WP 136 (01248/07/NL). 14 
48 Kamerstukken II, 2003/2004, 29 441, nr 3, ρ 8 
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met een zekere zeldzaamheidswaarde. De 'burgemeester van Zwolle' of de 'minis-
ter van buitenlandse zaken' wordt sneller herkend.46 Dat geldt ook voor de persoon 
die een weinig voorkomend beroep in een kleine plaats beoefent. 
De koppeling van een gegeven maakt een gegeven identificerend als de com-
binatie van gegevens uniek is.47 De persoon op wie de combinatie betrekking 
heeft, moet aan de hand van die combinatie van ieder ander te onderscheiden zijn. 
Een gegeven dat in combinatie met een naam wordt verwerkt - en veel gege-
vens worden op naam verwerkt - is bijvoorbeeld identificerend. Een voorbeeld: 
de registratie van benzineverbruik per lease-auto betekent niet per definitie dat de 
werknemer die de auto gebruikt identificeerbaar is. Denkbaar is dat verschillende 
werknemers dezelfde auto gebruiken. De registratie heeft dan betrekking op meer-
dere personen zonder dat duidelijk is op wie. Identificatie van de werknemer is 
wel mogelijk wanneer het benzineverbruik op naam wordt bijgehouden. In die 
combinatie is ook het benzineverbruik een persoonsgegeven. 
Identificatie vereist geen gegevenscombinaties met een naam. De combinatie 
adres en geboortedatum maakt ook wel duidelijk om wie het gaat. Identificatie 
vereist meer gegevens naarmate die gegevens minder identificerend van aard zijn. 
In dit verband is het door de Wet vorderen gegevens gemaakte onderscheid tussen 
identificerende, 'andere dan identificerende' en gevoelige gegevens verwarrend. 
Dat onderscheid wekt de suggestie dat 'andere dan identificerende' gegevens niet 
identificerend kunnen zijn. De Wet vorderen gegevens verstaat onder 'andere dan 
identificerende' gegevens echter: 'gegevens over diensten die verleend zijn, zoals 
de duur, de data, de plaats en de aard van de dienstverlening en rekening- en bet-
alingsgegevens'. Die gegevens zijn volgens de wetgever van belang 'om zicht te 
kunnen verkrijgen op bepaalde gebeurtenissen en op het gedrag of het patroon 
van gedragingen van een persoon: zijn reisgedrag, de plaatsen waar hij verblijft, 
de duur van zijn verblijf, zijn financiële transacties, of de lading van voertuigen 
waarbij hij betrokken is. Deze gegevens zijn meer omvattend en kunnen meer 
blootgeven van iemands persoonlijke leven dan identificerende gegevens' .** De 
Wet vorderen gegevens verstaat onder 'andere dan identificerende' gegevens dus 
wel degelijk persoonsgegevens - gegevens die betrekking hebben op een identifi-
ceerbare natuurlijke persoon. Die gegevens zijn alleen niet direct, maar indirect 
identificerend. 
De grens tussen identificerende en niet identificerende gegevens trekt de grens 
tussen persoonsgegevens en andere gegevens. De grens is van betekenis voor de 
vraag of de Wbp geldt. De grens tussen identificerend en niet identificerend is die 
tussen formeel en feitelijk anonieme gegevens.49 
49 Holvast 1996, ρ 19-20 Vgl • Pnns 2000, ρ 155-156 die van 'semi' en 'volstrekt' anoniem spreekt Hel ver­
schil zit hem in het volgende Holvast spreekt van feitelijk anoniem wanneer identificatie nog slechts mogelijk 
is door het aanwenden van een onevenredige hoeveelheid tijd, geld en mankracht Het onderscheid dat Prins 
maakt is strikter Pnns spreekt alleen van volstrekte anonimiteit wanneer de identiteit van een persoon op geen 
enkele wijze meer vastgesteld kan worden De Wbp hanteert het onderscheid van Holvast: de Wbp is niet van 
toepassing zodra identificatie een onevenredige hoeveelheid geld, tijd en mankracht vergt Vgl ook WP 136 
(01248/07/NL), ρ 22-23 
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Een formeel anoniem gegeven is een gegeven dat ontdaan is van identificerende 
gegevens. Een formeel anoniem gegeven is indirect identificerend. Een voorbeeld 
vinden we bij de anonieme re-maildiensten: een gebruiker stuurt zijn e-mailbe­
richt naar een dienstverlener die het bericht anonimiseert en doorstuurt naar een 
geadresseerde. De geadresseerde ontvangt geanonimiseerde gegevens. Echter, de 
dienstverlener is nog steeds in staat de gebruiker te identificeren. Een ander voor­
beeld van een formeel anoniem gegeven vinden we bij betaling met een chipkaart. 
Een winkelier kan de identiteit van de consument niet achterhalen, een bank kan 
dat wel. Een formeel anoniem gegeven is met andere woorden mogelijk een per­
soonsgegeven.50 
Een feitelijk anoniem gegeven kan, anders dan een formeel anoniem gegeven, 
geen identificatie bewerkstelligen. Een feitelijk anoniem gegeven kan dus geen 
persoonsgegeven zijn. De identiteit van de persoon op wie een feitelijk anoniem 
gegeven betrekking heeft, kan aan de hand van dat gegeven op geen enkele wijze 
achterhaald worden.51 Een voorbeeld: een gebruiker koopt een bepaalde hoeveel­
heid online-tijd en krijgt daar een anoniem e-mailadres bij. De identiteit van de 
gebruiker is nu niet te traceren.52 
Een pseudoniem gegeven is op dezelfde wijze identificerend als een anoniem 
gegeven. Een pseudoniem is een 'onderscheidingsteken'.53 Een pseudoniem gege­
ven onderscheidt, anders dan een anoniem gegeven, een persoon, maar identifi­
ceert hem niet (direct). Een pseudoniem gegeven is, gelijk een anoniem gegeven, 
formeel of feitelijk pseudoniem. Een formeel pseudoniem is bijvoorbeeld een 
klant- of een sofinummer. Een dergelijk nummer onderscheidt een persoon, maar 
identificeert hem niet direct. Een formeel pseudoniem gegeven is mogelijk een 
persoonsgegeven. Een feitelijk anoniem gegeven is geen persoonsgegeven. Een 
persoon is met behulp van een feitelijk pseudoniem gegeven niet te identificeren. 
Opmerkelijk is dat de vaststelling dat een gegeven, een feitelijk pseudoniem gege­
ven is, niet mogelijk is. Op het moment dat vastgesteld kan worden dat de persoon 
(niet) degene is wie hij zegt te zijn, is een pseudoniem formeel en is een gepseu-
donimiseerd gegeven dus indirect identificerend.54 Of een persoon (niet) degene is 
die hij zegt te zijn, wordt door legitimatie vastgesteld. Dat gebeurt vaak aan de 
hand van een paspoort55, maar kan bijvoorbeeld ook geschieden met behulp van 
een vingerafdruk. 
50 DG XV/5022/97, ρ 7 
51 Pnns2000, ρ 155 
52 DG XV/5022/97, ρ 7 
53 Pnns2000, ρ 155 
54 Kamerslukken ƒ/, 1987/88, 20 393 (R 1343), nr 3, ρ 25 
55 Art 2 Paspoortwet gebruikt de term 'reisdocument' als overkoepelende term 
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9.4.2 Mogelijkheden verantwoordelijke 
De mogelijkheden van de verantwoordelijke om de persoon aan de hand van een 
gegeven te identificeren, vormen een tweede element dat bepaalt of de persoon op 
wie een gegeven betrekking heeft identificeerbaar is (figuur 33). Die mogelijkhe­
den komen naar mijn mening pas betekenis toe als de gegevens niet direct identi­


























De vaststelling dat een gegeven een persoonsgegeven is, vereist dat de verant­
woordelijke 'mogelijkheden' heeft om de persoon op wie dat gegeven betrekking 
heeft, te identificeren. De term 'mogelijkheden' verwijst volgens de wetsgeschie­
denis naar ''alle middelen waarvan mag worden aangenomen dat zij redelijkerwijs 
door de verantwoordelijke of enig ander persoon zijn in te zetten om die persoon 
te identificeren'.56 
De wetsgeschiedenis verduidelijkt dat bijvoorbeeld expertise en technische 
mogelijkheden van de concrete verantwoordelijke tellen. De vraag is of een con­
crete verantwoordelijke in staat is door proportionele besteding van mensen en 
56 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 48 
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middelen een één-op-één relatie aan te brengen tussen gegeven en persoon.57 De 
verantwoordelijke die daar niet toe in staat is, is niet in staat de persoon te identi-
ficeren. Dat betekent dat het gegeven voor die 'verantwoordelijke' geen per-
soonsgegeven is. 
Voorbeeld: een organisatie als het Centraal Bureau voor de Statistiek is uitge-
breider toegerust dan een individuele onderzoeker.58 Het is dus mogelijk dat een-
zelfde gegeven voor het CBS wel, en voor de individuele onderzoeker geen per-
soonsgegeven is. 
De vaststelling of een gegeven een persoonsgegeven is, vereist dat de concre-
te verantwoordelijke in staat is (de mogelijkheid heeft) om de persoon op wie een 
gegeven betrekking heeft, te identificeren. Van belang is dat die eis van het begrip 
'persoonsgegeven' een subjectief begrip maakt.59 Die subjectiviteit brengt drie 
onduidelijkheden met zich mee. 
Ten eerste is niet duidelijk of eerst vastgesteld moet worden wie verantwoor-
delijke is, of dat eerst vastgesteld moet worden of een gegeven een persoonsgege-
ven is. De vaststelling wie verantwoordelijke is, vereist, zoals we zagen in para-
graaf 8.2, dat vaststaat of een gegeven een persoonsgegeven is.60 De vaststelling 
of een gegeven een persoonsgegeven is, vereist, zoals we nu zien, dat vaststaat wie 
de verantwoordelijke is. 
Ten tweede is onduidelijk hoe de verantwoordelijke die rechtspersoon is, in 
staat is de persoon op wie een gegeven betrekking heeft te identificeren. De 
rechtspersoon is, zoals we in paragraaf 7.3 zagen, zelf niet in staat te identifice-
ren. Volgens het vennootschapsrecht identificeert de vennootschap doordat de 
identificatie door een bij haar betrokken natuurlijke persoon aan haar wordt toe-
gerekend. Of de identificatie wordt toegerekend, hangt af van het antwoord op de 
vraag of de bij de vennootschap betrokken natuurlijke persoon bevoegd was om te 
identificeren. 
De Wbp maakt niet duidelijk welke bij de verantwoordelijke betrokken perso-
nen bevoegd zijn om te identificeren. Dat betekent met het oog op de formeel-juri-
dische uitleg van het begrip 'verantwoordelijke' naar mijn mening, dat de identi-
ficatie door de bij de verantwoordelijke betrokken functionaris aan de verant-
woordelijke is toe te rekenen. Het betekent voorts dat de identificatie door de bij 
de verantwoordelijke betrokken ondergeschikte wiens werkzaamheid het verwer-
ken van gegevens meebrengt (de Wissensvertreter) aan de verantwoordelijke is toe 
te rekenen. De formeel-juridische uitleg betekent tot besluit dat (functionele) 
wetenschap van de bij de verantwoordelijke betrokken functionaris aan de verant-
woordelijke is toe te rekenen als die wetenschap identificatie bewerkstelligt. De 
wetgever bedoelt met 'mogelijkheden' namelijk ook 'beschikbaarheid of bekend-
heid van aanvullende informatie'1.61 Dat betekent dat als de ene functionaris de 
57 Kamentukken II, 1998/99, 25 892, nr 13, ρ 2 
58 Kamerslukken II, 1997/1998, 25 892, nr 3, p. 48^9. 
59 Vgl Berkvens 2004e en Berkvens 2008 die van 'relatief' spreekt 
60 Vgl art 1 sub d Wbp en hoofdstuk 8. 
61 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 48 
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wetenschap van een gegeven heeft aan de hand waarvan de andere functionaris 
identificeert, dat gegeven voor de verantwoordelijke een persoonsgegeven is. Het 
betekent ook dat een gegeven geen persoonsgegeven meer is als de functionaris 
die de wetenschap heeft, vervangen wordt voor een functionaris die de wetenschap 
niet heeft. De vraag is of de wetgever die gevolgen van de formeel-juridische uit-
leg van het begrip 'verantwoordelijke' in combinatie met de subjectiviteit van het 
begrip 'persoonsgegeven' voldoen heeft voorzien. 
Ten derde is onduidelijk of de subjectiviteit van 'persoonsgegeven' overeen-
stemt met richtlijn 95/46/EG. Overweging 26 van de richtlijn bepaalt dat de moge-
lijkheden die 'enig ander persoon' heeft om de persoon op wie een gegeven 
betrekking heeft te identificeren bij de beantwoording van de vraag of een gege-
ven een persoonsgegeven is, worden betrokken. De overweging wordt door de Lid 
Staten verschillend geïnterpreteerd. 
Onder andere België62 stelt dat aan de eis van identificeerbaarheid is voldaan 
als de theoretische mogelijkheid bestaat dat tussen een gegeven en de persoon die 
het betreft een link wordt gelegd.63 Wie de link legt, is niet van belang. Van belang 
is alleen óf de link kan worden gelegd. Volgens die objectieve benadering vormen 
alleen feitelijk anonieme gegevens geen persoonsgegevens. De benadering heeft 
als nadeel dat de verantwoordelijke niet altijd weet of identificatie mogelijk is, bij-
voorbeeld doordat hij niet op de hoogte is van nieuw(st)e technische mogelijkhe-
den. 
De meeste Lid Staten64, Nederland in begrepen65, stellen dat van belang is wie 
een link legt tussen een gegeven en de persoon die het betreft.66 Van belang is of 
de verantwoordelijke in concreto in staat is de persoon aan de hand van een gege-
ven te identificeren. Volgens die subjectieve benadering is een formeel anoniem 
gegeven soms wel en soms geen persoonsgegeven. Van de mogelijkheden (daar-
onder begrepen de mogelijkheid om in concreto 'enig ander persoon' in te scha-
kelen) die de verantwoordelijke in kwestie heeft, hangt af of de persoon aan de 
hand van een formeel anoniem gegeven te identificeren is. De nadelen van de sub-
jectieve uitleg besprak ik reeds. 
De richtlijn geeft geen uitsluitsel over het antwoord op de vraag of de subjec-
tieve dan wel de objectieve uitleg van het begrip 'persoonsgegevens' de juiste is. 
De subjectieve uitleg die de Nederlandse wetgever geeft is vooralsnog dus juist. 
De onduidelijkheid is gedurende de evaluatie van de richtlijn in 2003 gesigna-
leerd, maar niet weggenomen.67 Ook het Cbp neemt de bestaande onduidelijkheid 
62 KB 13/02/2001, Verslag aan de Koning, vgl KorfT 2002, ρ 15 
63 In Denemarken, Finland, Frankrijk, Italie, Spanje en Zweden lijken de toezichthoudende autoriteiten de 
Belgische benadering aan te hangen, vgl KorfT 2002 
64 Volgens KorfT 2002, ρ 15 is dat in ieder geval in Duitsland, Griekenland Ierland, Oostenrijk, Portugal en het 
Verenigd Koninkrijk het geval 
65 Vgl ook Kameniukken II, 1997/1998, 25 892, nr 3, ρ 49-50 waann wordt opgemerkt dat een gegeven geen 
persoonsgegeven is wanneer de verantwoordelijke de identificerende kenmerken heeft verwijderd, ook met als 
een derde nog over die kenmerken beschikt 
66 Vg! KorfT 2002, ρ 14 
67 Commission 2003a, ρ 3 Ook de Groep gegevensbescherming artikel 29 geeft geen uitsluitsel in haar advies 
over het begnp 'persoonsgegeven', WP 139 (01248/07/NL) 2007 
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niet weg68 Ten onrechte het begnp 'persoonsgegeven' heeft een sleutelrol in de 
nchtlijn en dus in de op die nchtlijn gebaseerde implementatiewetten De vraag of 
een gegeven een persoonsgegeven is, bepaalt of de op de richtlijn gebaseerde 
implementatiewetten gelden 
9.5 Afronding 
In dit hoofdstuk besprak ik het begnp 'persoonsgegeven' Ik besprak de elemen­
ten die in dat begrip besloten liggen 
Ik besprak dat een persoonsgegeven in de eerste plaats informatie is die een 
natuurlijke persoon (de betrokkene) betreft Of dat het geval is, hangt af van de 
aard van de informatie en de context waarin de informatie verwerkt wordt Of de 
aard van de informatie de persoonlijke levenssfeer raakt, is niet relevant 
Ik besprak voorts dat een persoonsgegeven informatie is die een natuurlijk per­
soon betreft die identificeerbaar is De aard van de informatie is van belang een 
naam of een gegeven dat op naam verwerkt wordt, identificeert de persoon op wie 
het betrekking heeft De informatie die minder identificerend is, identificeert de 
persoon die de informatie betreft door die informatie aan andere informatie te 
koppelen 
Ik besprak tenslotte dat een persoonsgegeven informatie is die een natuurlijk 
persoon betreft, die identificeerbaar is door de verantwoordelijke De mogelijkhe­
den die de verantwoordelijke heeft om de persoon op wie een gegeven betrekking 
heeft te identificeren, zijn van belang Dat vereiste maakt van het begnp 'per­
soonsgegeven' een subjectief begrip Die subjectiviteit brengt een aantal onduide­
lijkheden met zich mee Zo is met duidelijk hoe de verantwoordelijke die rechts­
persoon is, de persoon op wie een gegeven betrekking heeft identificeert Voorts 
is niet duidelijk of de subjectiviteit in het begrip 'persoonsgegeven' in overeen­
stemming is met richtlijn 95/46/EG 
68 Cbp2007 ρ 10 
10 Verwerken 
10.1 Inleiding 
In het vorige hoofdstuk heb ik de betekenis van informatie in de Wbp besproken. 
In het voorliggende bespreek ik de betekenis die het informatieproces in de Wbp 
heeft. Ik bespreek voor dat doel de betekenis van het begrip 'verwerken'. In deel 
IV vergelijk ik die betekenis met de betekenis die 'handelen' in het vennoot-
schapsrecht en het vermogensrecht heeft (figuur 34). 
De Wbp definieert het begrip 'verwerken' in artikel 1 sub b Wbp als 'elke han-
deling of elk geheel van handelingen met betrekking tot persoonsgegevens, waar-
onder in ieder geval het verzamelen, vastleggen, ordenen, bewaren, bijwerken, 
wijzigen, opvragen, raadplegen, gebruiken, verstrekken door middel van doorzen-
ding, verspreiding of enige andere vorm van terbeschikkingstelling, samenbren-
gen, met elkaar in verband brengen, alsmede het afschermen, uitwissen of vernie-
tigen van gegevens'. Ofschoon elk handelen op basis van persoonsgegevens op 
grond van artikel 1 sub b Wbp verwerken is, onderscheidt de Wbp de volgende 






















De opsomming van handelingen op basis van persoonsgegevens, betreft feitelijke 
handelingen. De wetsgeschiedenis benadrukt dat de opsomming niet uitputtend 
is.' 
De Wbp omschrijft verwerken als 'elke handeling of elk geheel van handelin-
gen 'op basis van persoonsgegevens'. De zinsnede beoogt uit te drukken dat iede-
re bepaling in de Wbp waarin het begrip 'verwerken' voorkomt ziet op zowel elke 
handeling afzonderlijk als op elk geheel van handelingen.2 De bundeling van han-
delingen die als een eenheid wordt beschouwd, vormt een geheel van handelingen. 
Die bundeling wordt als eenheid beschouwd wanneer verschillende handelingen 
voor hetzelfde doel worden verricht of wanneer die handelingen een samenhan-
gende reeks vormen. Denk aan de verzameling, gebruik en vernietiging van gege-
vens voor de salarisadministratie.3 
Ook de losse handeling vormt een verwerking in de zin van artikel 1 sub b 
Wbp. De wetsgeschiedenis bevat wel een nuancering: niet ieder voorschrift wordt 
toegepast op iedere losse handeling.4 Dat betekent bijvoorbeeld dat niet iedere 
losse handeling bij het Cbp gemeld hoeft te worden.5 Dat zou onwerkbare situaties 
creëren. De voorschriften die de rechtmatigheid van een verwerking betreffen6, 
gelden weer wel voor iedere losse handeling.7 Dat betekent bijvoorbeeld dat de 
betrokkene voor iedere losse handeling, zoals het maken van een fotokopie, uit-
drukkelijke toestemming gegeven moet hebben, wil een verwerking op die grond-
slag gebaseerd kunnen worden.8 Dat creëert alsnog onwerkbare situaties9, temeer 
omdat niet van ieder voorschrift bekend is of het betrekking heeft op een geheel 
van handelingen, een losse handeling of op beiden. De gevolgen blijken voor de 
praktijk weinig problematisch: een handeling maakt namelijk vrijwel altijd deel 
uit van een groter geheel. 
De uitleg die aan het begrip 'verwerken' wordt gegeven, is dus ruim. De Wbp 
geldt daardoor voor een groot aantal handelingen waarvan de betrokkene geen 
gevolgen ondervindt. De vraag is of die handelingen wel onder de Wbp moeten 
vallen.10 Prins en Berkvens vinden van niet: zij pleiten voor een onderscheid tus-
sen primaire en secundaire handelingen." 
Onder primaire handelingen verstaan Prins en Berkvens de verwerking van 
persoonsgegevens voor het beoogde doel en de overdracht van het gebruiksrecht 
op de gegevens aan een derde. Onder secundaire handelingen verstaan zij hande-
1 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 51 
2 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 51 
3 Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 51 
4 Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 52 
5 Art 27 Wbp 
6 Hoofdstuk 2 (art 6-24) Wbp 
7 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 52 
8 Art 8 sub a Wbp. 
9 Vgl.· Schreuders en Gardemers 2005, ρ 261 
10 Vgl ook Zwenne, Duthler, Groothuis e a 2007, ρ 61 
11 Berkvens en Pnns 2004, ρ 357. 
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lingen die de primaire handelingen ondersteunen. Denk bijvoorbeeld aan puur 
technische handelingen en aan enkelvoudige transmissie van gegevens. 
Prins en Berkvens menen dat het met het oog op de bescherming van per­
soonsgegevens voldoende is dat primaire handelingen onder het verwerkingsbe­
grip vallen. De Nederlandse wetgever deelt die mening niet. De opmerking in de 
wetsgeschiedenis dat verwerken 'enige feitelijke macht' over persoonsgegevens 
vereist, lijkt in eerste instantie wel in die richting te wijzen.12 Die feitelijke macht 
vereist volgens de wetgever echter geen menselijke tussenkomst: ook puur tech­
nische handelingen vormen volgens de wetgever een verwerking. De wetgever 
verwerpt dus de mogelijkheid dat secundaire handelingen van de omschrijving 
van 'verwerking' worden uitgesloten. De wetgever verwerpt dus ook de mogelijk­
heid om de uitleg die aan het begrip 'verwerken' wordt gegeven, flink in te per­
ken. 
De vraag of een handeling feitelijk macht over een persoonsgegeven geeft, 
bepaalt volgens de wetgever de ondergrens van handelingen die een verwerking 
vormen. Van belang is of het mogelijk is om op een persoonsgegeven (enige) 
invloed uit te oefenen. Van belang is niet of die invloed daadwerkelijk wordt uit­
geoefend. De door de wetgever gehanteerde ondergrens is naar mijn idee vaag. De 
wetgever mag dan duidelijk vinden dat 'de telecomoperator die enkel gegevens 
doorvoert zonder daarop enige invloed te kunnen uitoefenen'' niet verwerkt, in de 
praktijk is dat minder duidelijk.13 
De omschrijving van mere conduit in de richtlijn inzake elektronische handel 
biedt bijvoorbeeld meer houvast.14 De richtlijn reguleert (onder meer) de aanspra­
kelijkheid van de intemetprovider. De richtlijn sluit de aansprakelijkheid van de 
provider die zich bezig houdt met mere conduit uit. De provider die zich (uitslui­
tend) bezig houdt met het verschaffen van toegang tot en het doorgeven van infor­
matie in een communicatienetwerk is voor die informatie dus niet aansprakelijk. 
Althans, voor zover a) het initiatief tot het doorgeven van informatie niet bij hem 
ligt, b) hij de ontvanger van de informatie niet selecteert en c) hij de informatie 
niet selecteert of wijzigt. 
De provider die zich bezig houdt met mere conduit is daarnaast niet aanspra­
kelijk voor de automatische, tussentijdse en tijdelijke opslag van de doorgegeven 
informatie die nodig is om doorgifte te bewerkstelligen.15 De uitsluiting van aan­
sprakelijkheid van die provider is overgenomen in artikel 6:196c BW. Door han­
delingen die onder de omschrijving van mere conduit vallen, van het begrip 'ver­
werken' uit te zonderen, zouden 'secundaire' handelingen met behulp van een dui­
delijk criterium buiten het bereik van de Wbp gebracht kunnen worden. De ruime 
uitleg die aan de definitie 'verwerken' wordt gegeven, zou daardoor beperkt wor­
den. 
12 Kamerstukken II, 1997/1998, 25 892, nr. 3, p. 51-52 
13 Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 52. 
14 Richtlijn nr. 2000/31 /EG van het Europees Parlement en de Raad van 8 juni 2000 betreffende bepaalde juridi­
sche aspecten van de diensten van de informatiemaatschappij, met name de elektronische handel, in de interne 
markt (PbEG 2000, L178/1 ) 
15 Art. 12 richtlijn 2000/31/EG 
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De uitleg die aan de definitie van 'verwerken' wordt gegeven is ruim. De verwer­
king van persoonsgegevens is het object van de Wbp.16 Dat wil zeggen dat de Wbp 
voor de verwerking van persoonsgegevens geldt. Het wil dus niet zeggen dat de 
verwerking van persoonsgegevens geoorloofd is. De definitie van 'verwerken' is 
niet beperkt tot de verwerking met (rechtmatig of onrechtmatig) rechtsgevolg. 
10.3 Verzamelen 
Artikel 1 sub b Wbp definieert elk handelen met betrekking tot persoonsgegevens 
als verwerken. De Wbp definieert daarnaast, op advies van de Raad van State17, 
'verzamelen' en 'verstrekken'.18 
Artikel 1 sub o Wbp definieert 'verzamelen' als het 'verkrijgen van persoons-
gegevens\[9 Verzamelen markeert het moment waarop de Wbp van toepassing 
wordt. De definitie van verzamelen werkt echter eerder verwarrend dan verhelde­
rend.20 
Ten eerste doordat verzamelen niet verwijst naar 'verkrijgen' in de zin van arti­
kel 3:80 BW. De verkrijging van gegevens in de zin van artikel 3:80 BW is name­
lijk niet mogelijk. Artikel 3:80 BW geldt voor verkrijging van goederen. Volgens 
de meerderheidsvisie is een gegeven, zoals we in paragraaf 7.2 zagen, geen goed 
in de zin van artikel 3:1 BW. De verkrijging van persoonsgegevens in de zin van 
artikel 3:80 BW is dus niet mogelijk. 
Ten tweede is niet duidelijk of verzamelen vastleggen vereist. Volgens de wet­
gever vereist verzamelen meer dan vragen.21 Vragen om een persoonsgegeven 
betekent namelijk nog niet dat een gegeven verkregen wordt en verzamelen ver­
eist dat een gegeven verkregen wordt. 
Volgens de wetsgeschiedenis is niet vereist dat een persoonsgegeven wordt 
vastgelegd.22 Verzamelen vindt volgens de wetsgeschiedenis voorafgaand aan 
vastleggen plaats.23 De vraag is hoe persoonsgegevens verkregen worden, wanneer 
ze niet worden vastgelegd. Volgens de wetsgeschiedenis vereist verwerken, verza­
melen inbegrepen, feitelijke macht. Verdedigbaar is dat feitelijke macht ontbreekt 
wanneer persoonsgegevens worden verzameld, maar niet worden vastgelegd. 
Verzamelen zonder vastleggen is dan, in tegenstelling tot wat de wetgever beweert, 
geen verwerking. 
16 Kamerslukken II, 1997/1998, 25 892, nr 3, p. 50 
17 Kamerstukken II, 1997/1998, 25 892, nr Α, ρ 3 
18 Art 1 sub η resp. sub o Wbp 
19 Richtlijn 95/46/EG bevat geen definitie van 'verzamelen' 
20 Vgl.: art 7 Wbp. 
21 Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 68 
22 Volgens Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 68, vereist het verzamelen van persoonsgegevens 
namelijk met dat die gegevens worden vastgelegd. Anders· Kamerstukken II, 2003/2004, 29 441, nr 3, p. 7, 
waann de wetgever met betrekking tot de Wet vorderen gegevens (Stb 2005, 390) opmerkt 'onder het begnp 
gegevens wordt verstaan· informatie die is vastgelegd of opgeslagen op een gegevensdrager, hetzij op schrift, 
hetzij in elektronische vorm' 
23 Vgl art 34 lid 1 sub a Wbp 
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De wetgever is op dit punt tegenstrijdig. De wetgever merkt namelijk op: 'cruci­
aal blijft dat de verwerking gepaard moet gaan met de mogelijkheid daarop 
(enige) invloed te kunnen uitoefenen. Niet relevant is of die invloed ook daadwer­
kelijk wordt uitgeoefend. Een telecomoperator die enkel gegevens doorvoert zon­
der daarop enige invloed te kunnen uitoefenen, verwerkt daarmee geen persoons­
gegevens. [...] Anders wordt het wanneer een telecommunicatiebedrijf persoons­
gegevens in het kader van een toegevoegde waardedienst met het oog op raadple­
ging of ander gebruik vastlegt'}* 
Verzamelen markeert het moment waarop de Wbp van toepassing wordt. Dat 
maakt het antwoord op de vraag of verzamelen wel of niet vereist dat persoons­
gegevens worden vastgelegd van belang. Als verzamelen niet vereist dat per­
soonsgegevens worden vastgelegd, is de Wbp op monitoren van personen door 
middel van een camera (camera loopt, maar slaat beelden niet op) bijvoorbeeld 
niet van toepassing.25 Dat geldt ook voor ander 'waarnemen' van persoonsgege­
vens die niet worden vastgelegd. Denk aan een telefoongesprek dat niet op band 
wordt opgenomen. 
10.4 Verstrekken 
Artikel 1 sub η Wbp definieert het begrip 'verstrekken' als 'het bekend maken of 
ter beschikking stellen van persoonsgegevens':.26 Aan wie verstrekt wordt, is voor 
het antwoord op de vraag of verstrekt wordt niet van belang.27 Of dat betekent dat 
van verstrekken ook sprake is als een gegeven voor de verstrekker geen persoons­
gegeven is (omdat hij niet tot identificatie in staat is) maar voor de ontvanger wel, 
is niet duidelijk. 
Duidelijk is wel dat de betekenis van het begrip 'verstrekken' ruim is: 'het kan 
mondeling, schriftelijk of langs elektronische weg gebeuren'. Verstrekken is ook 
waarnemen, ook als 'een persoon over de schouder van een ander meekijkt' of 
luistert!28 Van verstrekken is volgens het Hof van Justitie zelfs sprake als een per­
soonsgegeven is waar te nemen.29 Van verzamelen is dan nog geen sprake. Anders 
dan voor onbedoeld verzamelen, geldt de Wbp zelfs voor onbedoeld verstrekken.30 
Verstrekken in de zin van de Wbp is geen vervreemden in de zin van artikel 3:80 
BW. Aangezien een gegeven, zoals we in paragraaf 7.2 zagen, geen goed in de zin 
24 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 51-52, vgl ook Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 
60 waann de wetgever opmerkt '[g]aat het om simpele overdracht van persoonsgegevens dan ontbreekt feite­
lijk de mogelijkheid de gegevens voor enig doel te gebruiken, en is er daarom geen sprake van verwerking in 
de zin van het wetsvoorstel Zodra daarentegen op enig randapparaat [ ] persoonsgegevens met het oog op 
raadpleging op een door de mens nader te bepalen tijdstip, worden vastgelegd [mijn cursivering], is het wets­
voorstel van toepassing [ ] ' 
25 Volgens Olijslager 2005 staat vast dat de Wbp niet op monitoren van toepassing is 
26 Richtlijn 95/46/EG bevat geen omschrijving van 'verstrekken' 
27 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 68 
28 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 68 
29 Vgl HvJ EG 6 november 2003, C-101/01 Lindqvist 
30 Vgl art 13 Wbp 
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van artikel 3:1 BW is, is een persoonsgegeven niet vervreemdbaar in de zin van 
artikel 3:80 BW. Anders dan een persoonsgegeven, is een drager waar gegevens op 
zijn opgeslagen wel vervreemdbaar. 
Vervreemden in de zin van artikel 3:30 BW wil zeggen dat de vervreemder een 
recht dat hij heeft, verliest. Verstrekken in de zin van artikel 1 sub η Wbp vormt 
geen verlies van een recht. Als degene die een persoonsgegeven verstrekt al een 
recht op dat gegeven heeft, verliest hij dat niet door dat gegeven te verstrekken. 
Van verstrekken in de zin van de Wbp is sprake bij verlies van exclusiviteit. Verlies 
van exclusiviteit betekent niet noodzakelijk verlies van beschikbaarheid. 
Aan wie verstrekt wordt, is volgens de wetgeschiedenis van de Wbp minder 
van belang.31 Dat is een verschil ten opzichte van de Wpr. De Wpr onderscheidt 
tussen de interne en externe verstrekking. De interne vertrekking betreft de vers­
trekking van een gegeven binnen een organisatie. De interne verstrekking is onder 
de Wpr toegestaan door en aan personen die vanwege hun taak bevoegd waren een 
gegeven te ontvangen.32 De externe verstrekking betreft de verstrekking aan per­
sonen buiten de organisatie.33 Die verstrekking is onder de Wpr aan strengere 
eisen onderworpen. 
De Wbp onderscheidt niet meer tussen de interne en externe vertrekking van 
een gegeven. De vraag aan wie de verstrekking plaats vindt, is in de Wbp in prin­
cipe niet van belang. De voorschriften van de Wbp gelden in principe voor iedere 
verstrekking. Dat betekent bijvoorbeeld dat de verstrekking door de ene onderge­
schikte van de rechtspersoon en de daarop volgende verzameling door de andere 
ondergeschikte van dezelfde rechtspersoon bij het Cbp gemeld moet worden.34 
Dat miskent dat zowel de verstrekking van een persoonsgegeven door de ene 
ondergeschikte als de verzameling daarvan door de andere ondergeschikte van 
dezelfde rechtspersoon op basis van de formeel-juridische uitleg van de verant­
woordelijke voor rekening van de rechtspersoon komen. 
10.5 Doorvoeren 
De Wbp definieert de term 'doorvoeren' niet. De term is, zoals we in paragraaf 
11.5.1 zullen zien, van belang voor artikel 4 lid 2 Wbp dat bepaalt: 'deze wet is 
van toepassing op de verwerking van persoonsgegevens door often behoeve van 
een verantwoordelijke die geen vestiging in de Europese Unie heeft, waarbij 
gebruik wordt gemaakt van al dan niet geautomatiseerde middelen die zich in 
Nederland bevinden, tenzij deze middelen slechts worden gebruikt voor de door­
voer van persoonsgegevens'. 
31 Kamerslukken //, 1997/1998, 25 892, nr 3, ρ 64 
32 Art. 6 Wpr 
33 Paragraaf 3 Wpr 
34 Art 28 Wbp 
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De Wbp definieert de term 'doorvoer' dus niet. De wetgever geeft ook niet aan 
wat onder 'doorvoer' wordt verstaan. De vraag is waardoor doorgevoerd moet 
worden.35 De richtlijn maakt duidelijk dat het om doorvoer door de EU gaat.36 
De wetgever geeft wel aan dat voor doorvoer feitelijke macht vereist is.37 Die 
opmerking is overbodig omdat bij het ontbreken van feitelijke macht (volgens de 
wetgever) geen sprake is van verwerken.38 De doorvoer die geen verwerking is, 
valt hoe dan ook niet onder de Wbp. De opmerking dat doorvoer feitelijke macht 
vereist, wekt de suggestie dat geen enkele doorvoer onder de Wbp valt, dus ook 
de doorvoer door een verantwoordelijke die een vestiging in de EU heeft, niet. 
10.6 Doorgeven 
De Wbp definieert ook de term 'doorgeven' niet. De term is van belang voor de 
artikelen 76 en 77 Wbp die (in het kort) het doorgeven van gegevens naar landen 
die geen passend niveau van bescherming bieden, verbieden. 
De wetsgeschiedenis geeft aan dat onder 'doorgeven' verstaan wordt: 'het ter 
kennis brengen van de gegevens aan een persoon die zich bevindt buiten de rechts-
macht van één van de landen van de Unie.''19 De term 'doorgeven' heeft als spe-
cialis van het begrip 'verstrekken' een ruime betekenis. Het omvat volgens Alonso 
Blas: 'alle gevallen waarbij een verantwoordelijke een activiteit uitvoert met het 
doel persoonsgegevens beschikbaar te stellen aan een derde persoon die in een 
derde land is gevestigd' .A0 De term ziet als specialis van verstrekken dus zowel op 
intem als extern doorgeven. De artikelen 76 en 77 Wbp gelden dus ook als de ene 
ondergeschikte van de vennootschap gegevens doorgeeft aan de andere onderge-
schikte van dezelfde vennootschap die zich buiten de rechtsmacht van de 
Europese Unie bevindt. 
Voorbeeld: in het olieconcern zijn alle werknemers in dienst van de vennoot-
schap Diensten plc. Diensten plc detacheert de werknemers bij werkmaatschap-
pijen over de hele wereld. Diensten plc houdt de personeels- en salarisadministra-
tie bij in een database. Die database is (deels) toegankelijk voor de afdelingen 
Personeel en Organisatie (hierna: Ρ & O) van de werkmaatschappijen. De afde­
lingen Ρ & O van de werkmaatschappijen buiten de EU hebben (dus) ook toegang 
tot bepaalde persoonsgegevens in de database. Het verschaffen van toegang tot 
persoonsgegevens in het voorbeeld, betreft volgens Alonso Blas doorgeven.41 
De vraag is of ook het plaatsen van gegevens op een internetpagina doorgeven 
is. De gevolgen zijn niet te overzien als dat het geval zou zijn. Het plaatsen van 
35 Korff2002, ρ 4 M 9 
36 Art. 4 hd 1 sub c richtlijn 95/46/EG. 
37 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 77 
38 Kamerstukken II. 1997/1998, 25 892, nr 3, ρ 51-52 
39 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 193 
40 Alonso Blas 2003, p. 6-7 
41 Vgl. Alonso Blas 2003, p. 7 
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gegevens op een website zou dan, zoals we in paragraaf 11.5.2 zullen zien, name-
lijk verboden zijn zolang niet alle landen buiten de EU in een passend niveau van 
bescherming voorzien: niet te controleren is immers of persoonsgegevens vanuit 
een land zonder passend beschermingsniveau geraadpleegd worden. De artikelen 
76 en 77 Wbp zouden dan een algemeen verbod inhouden om persoonsgegevens 
door te geven die door middel van internet worden verwerkt.42 
Het doorgeven van persoonsgegevens via internet vormde het onderwerp van 
een prejudiciële vraag in de zaak Lindqvist.43 Het Hof van Justitie oordeelt in dat 
arrest dat het plaatsen van persoonsgegevens op een website in die zaak geen 
doorgifte is. Het Hof vindt in die zaak van belang dat de persoonsgegevens 'niet 
rechtstreeks' door Lindqvist aan de bezoekers van de website worden doorgege-
ven. Het is niet precies duidelijk wat het Hof onder niet rechtstreekse doorgifte 
verstaat. Drie betekenissen zijn denkbaar. 
Ten eerste lijkt het Hof met 'niet rechtstreeks' te bedoelen, doorgeven 'via de 
hosting provider'. Lindqvist stuurde de op de website te plaatsen informatie eerst 
naar een hosting provider, 'dieprovider beheert de informatica-infrastructuur die 
noodzakelijk is voor het opslaan van die gegevens en voor de verbinding met de 
server waarbij de website is ondergebracht.' Die betekenis van 'niet rechtstreeks' 
verplaatst het probleem van de verantwoordelijke naar de hosting provider. Voor 
de vraag of Lindqvist persoonsgegevens doorgeeft, komt in de plaats de vraag of 
de hosting provider zich met doorgifte bezighoudt. Het Hof hoeft die vraag niet te 
beantwoorden. Het is echter niet aannemelijk dat de hosting provider wel per-
soonsgegevens doorgeeft. Het zou van het verbod om persoonsgegevens door te 
geven naar een land zonder passend niveau alsnog een algemene toepassingsregel 
maken voor verwerkingen met behulp van internet. 
Ten tweede lijkt het Hof met 'niet rechtstreeks' te bedoelen, doorgeven 'via de 
bezoeker van de website'. De bezoeker heeft namelijk 'moeite' moeten doen om 
op de website te komen. De gegevens zijn alleen toegankelijk voor wie bewust 
toegang tot de website van Lindqvist zoekt. Die betekenis van 'niet rechtstreeks' 
verplaatst het probleem van de verantwoordelijke naar de bezoeker van de websi-
te. Het Hof hoeft die vraag niet te beantwoorden. Het is echter niet aannemelijk 
dat de bezoeker wel persoonsgegevens doorgeeft. Het verbod om door te geven 
naar een land zonder een passend niveau van bescherming zou ook dan een alge-
mene toepassingsregel voor verwerkingen met behulp van internet worden. De 
bezoekers van websites zouden dan getypeerd worden als buiten de EU gevestig-
de verantwoordelijken die met gebruikmaking van middelen (internet) in de EU44 
42 HvJ EG 6 november 2003, C-101/01 (Lindqvist) 
43 HvJ EG 6 november 2003, C-101/01 (Lindqvist) 
44 Voor zover de server van de hosting provider zich binnen de EU bevindt, vgl art 4 Wbp Wanneer de server 
zich buiten de EU bevindt, vallen de hosting provider en de bezoeker van de website buiten het bereik van de 
Wbp In casu kwam ovengens niet vast te staan of de server zich binnen of buiten de EU bevond Het Hof lijkt 
in beide situaties geen doorgifte aan te nemen Het is evenwel verdedigbaar dat het uploaden van een website 
naar een server buiten de EU (wel) als doorgifte te bestempelen is Het raadplegen van een website is evenwel 
geen doorgifte door de maker van de website wanneer de server zich buiten de EU bevindt, vgl Berkvens 
2004a, ρ 19 
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persoonsgegevens verwerken.45 De vraag rijst dan of het ophalen en vervolgens 
naar buiten de EU verplaatsen van gegevens door die bezoekers als doorgeven 
moet worden gezien.46 Omdat ook dan het verbod om persoonsgegevens door te 
geven een algemene toepassingsregeling wordt, wordt ervan uitgegaan dat ook dat 
niet het geval is. 
Tot slot lijkt het Hof met 'niet rechtstreekse doorgifte' te bedoelen 'niet gericht 
tot een bepaald persoon' (in een land buiten de EU).47 Het Cbp lijkt aan te nemen 
dat het Hof dit bedoelt met niet rechtstreekse doorgifte.48 De vraag is of het feit 
dat het niet de bedoeling is om door te geven (terwijl dat wel gebeurt) niet juist 
een reden zou moeten zijn om het plaatsen van gegevens op een website wel onder 
het verbod om persoonsgegevens door te geven, te laten vallen.49 
Ondanks dat niet duidelijk is wat het Hof van Justitie onder 'niet rechtstreek­
se doorgifte' van persoonsgegevens verstaat, staat vast dat het plaatsen van gege­
vens op een internetpagina geen rechtstreekse doorgifte is.50 Het betekent volgens 
het Hof dat het plaatsen van persoonsgegevens op internet geen doorgeven is, 
maar 'gewoon' verwerken. 
In de aanloop naar de uitspraak in de Lindqvist-zaak, diende de Nederlandse 
regering haar zienswijze in bij het Hof. Ook de Nederlandse regering is van 
mening dat het plaatsen van persoonsgegevens op internet geen doorgifte is. De 
regering onderscheidt echter niet tussen rechtstreekse en niet rechtstreekse door­
gifte. Het criterium zou volgens de Nederlandse regering moeten zijn of het plaat­
sen van gegevens op internet 'een activiteit [is] die bewust gericht is op het door­
geven van persoonsgegevens van het grondgebied van een Lidstaat naar een derde 
land'.51 Heeft het plaatsen van gegevens op internet niet de bedoeling om gege­
vens de hele wereld rond te sturen, dan is het volgens de Nederlandse regering 
geen doorgifte. Ik vraag mij, zoals gezegd, af of dat niet juist een reden zou moe­
ten zijn om het plaatsen van persoonsgegevens wel onder het verbod om door te 
geven te brengen. 
Volgens Alonso is het om de intenties van de maker(s) van de website te bepa­
len van belang of: 'de betreffende webpagina in feite aan een plaatselijk publiek 
is gericht (in de zaak Lindqvist was de website in het Zweeds gesteld) of dat de 
beheerder van de website zich tot een internationaal publiek wilde richten (bij­
voorbeeld door dezelfde webpagina in verschillende talen aan te bieden en door 
de website onder aandacht te brengen via andere internationale websites en publi-
caties)'.52 
45 Art 4 lid 2 Wbp 
46 Vgl. ook Berkvens 2004a, ρ 19-20. 
47 HvJ EG 6 november 2003, C-101/01, onder 58 (Lindqvist). 
48 Cbp 2007, p. 49. 
49 Vgl ook Blok 2004, ρ 35-36 
50 Cbp 2007, ρ 50 
51 HvJ EG 6 november 2003, C-101/01, onder 54 (Lindqvist). 
52 Alonso Bias 2003, p. 7 
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Alonso Blas' criterium leidt in de zaak Lindqvist tot de slotsom dat Lindqvist niet 
de bedoeling heeft de persoonsgegevens wereldkundig te maken (door te geven). 
Het criterium bewerkstelligt dezelfde beslissing als die van het Hof, namelijk dat 
de persoonsgegevens in casu niet (rechtstreeks) worden doorgegeven. Toch is de 
uitleg van de Nederlandse regering niet in overeenstemming met richtlijn 
95/46/EG. Want, zoals Berkvens opmerkt, richtlijn 95/46/EG is van toepassing 
'ongeacht of er sprake is van relevantie in de context van de bescherming van de 
persoonlijke levenssfeer' ,53 
10.7 Afronding 
In dit hoofdstuk stond het begrip 'verwerken' centraal. Het begrip verwijst naar 
elk handelen op basis van persoonsgegevens. 
Op grond van de wetsgeschiedenis vereist verwerken feitelijke macht. De 
wetsgeschiedenis maakt niet duidelijk wanneer sprake is van feitelijke macht. 
Ofschoon elk handelen onder het begrip 'verwerken' valt, definieert de Wbp 
het 'verzamelen' en 'verstrekken' van persoonsgegevens afzonderlijk. Het belang 
van die definities is gering. 
Het 'doorvoeren' en 'doorgeven' van persoonsgegevens definieert de Wbp 
niet. Het begrip 'doorvoeren' is van belang voor artikel 4 lid 2 Wbp. Het begrip 
'doorgeven' is van belang voor de artikelen 76 en 77 Wbp. De betekenis van het 
begrip is niet geheel duidelijk. 
53 Berkvens 2004a, ρ 19 
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11.1 Inleiding 
Na de voor mijn onderzoek voornaamste begrippen van de Wbp te hebben bespro-
ken, ga ik nu in op de voornaamste regels van de Wbp (figuur 35). Ik bespreek die 
regels die van belang zijn voor de organisatie (de verantwoordelijke) die informa-
tie (persoonsgegevens) gebruikt. Ik vergelijk die regels in het volgende deel met 




















De Wbp is gebruiksregulerend van aard.' Die gebruiksregulerende aard vloeit 
voort uit de publiekrechtelijke oriëntatie van de Wbp. De publiekrechtelijke oriën-
tatie van de Wbp vloeit voort uit het feit dat overheidshandelen (ooit) de aanlei-
ding voor privacywetgeving vormde. 
De gebruiksregulerende aard van de Wbp brengt mee dat de Wbp dwingend 
voorschrijft aan welke verplichtingen de verwerking moet voldoen om rechtmatig 
te zijn.2 De verplichtingen rusten op de verantwoordelijke.3 De verplichtingen 
1 Vgl. Berkvens 2004d en Cuijpers 2004 
2 Schreuders2001,p 22-24 
3 Art 15 Wbp. 
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werken preventief: de verwerking die niet aan de verplichtingen van de Wbp vol-
doet, is verboden. De verantwoordelijke verwerft geen recht door aan de ver-
plichtingen van de Wbp te voldoen. De Wbp biedt door die benadering, zoals we 
in het onderhavige hoofdstuk zullen zien, weinig vrijheid.'' 
Ik houd bij de bespreking van de verplichtingen van de Wbp een model aan dat 
gebaseerd is op een door Schreuders en Nouwt opgesteld model.5 Dat model 
bestaat uit een materieel en een formeel deel. Het materiële deel heeft een gelaag-
de structuur: voor de verwerking in de onderste lagen gelden de verplichtingen in 
de bovengelegen lagen ook. Het materiële deel bevat drie lagen van verplichtin-
gen: verplichtingen in verband met de rechtmatigheid van de verwerking; de ver-
werking van bijzondere persoonsgegevens en in verband met de grensoverschrij-
dende verwerking. 
Cuijpers heeft het formele deel in het model van Schreuders en Nouwt inge-
past.6 Het model van Cuijpers bevat vijf lagen: verplichtingen in verband met het 
toepassingsbereik; de rechtmatigheid van de verwerking; de verwerking van bij-
zondere persoonsgegevens; de grensoverschrijdende verwerking en verplichtingen 
in verband met het toezicht. 
Het model van Cuijpers bevat één laag bepalingen die in mijn onderzoek bui-
ten beschouwing blijft. Het betreft de laag met bepalingen met betrekking tot het 
toezicht. Die laag bevat onder andere bepalingen met betrekking tot de organisa-
tie van de toezichthoudende autoriteit, het Cbp. Die bepalingen bevatten geen ver-
plichtingen voor de verantwoordelijke. Het model van Cuijpers bevat daarnaast 
een laag met bepalingen die voor mijn onderzoek wel van belang zijn, niet. Het 
betreft de laag met verplichtingen in verband met de transparantie van de verwer-
king. 
Ik houd bij de bespreking van de verplichtingen van de Wbp het in figuur 36 
weergegeven model aan. 
4 Vgl Schreuders en Gardemers 2005, ρ 261 
5 Schreuders 1998, ρ 52-59 en Nouwt 1998, ρ 100-108 
6 Cuijpers 2004, ρ 25-26 





























De verantwoordelijke hoeft de verplichtingen van de Wbp voor een aantal ver-
werkingen geheel of gedeeltelijk niet na te komen. De artikelen 2, 3 en 4 Wbp 
bepalen welke verwerkingen geheel of gedeeltelijk van de werkingssfeer van de 
Wbp worden uitgezonderd. Aangezien artikel 4 Wbp het territoriale toepassings-
bereik van de Wbp betreft, is dat artikel aan de orde bij de bespreking van de ver-
plichtingen die de grensoverschrijdende gegevensverwerking betreffen. 
11.2.1 Geheel uitgezonderde verwerking 
Geheel van de verplichtingen van de Wbp uitgezonderd is de verwerking die: 
- buiten het Gemeenschapsrecht valt; 
- niet geautomatiseerd is die niet in een bestand is of zal worden opgenomen; 
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- geschiedt voor een persoonlijk of huishoudelijk doel; of 
- geschiedt op basis van een bijzondere wet. 
11.2.1.1 Buiten bereik Gemeenschapsrecht 
De verplichtingen van richtlijn 95/46/EG gelden niet voor de verwerking die bui-
ten het Gemeenschapsrecht valt.7 De richtlijn beoogt bij te dragen aan de verwe-
zenlijking van de interne markt door het vrije verkeer van gegevens tussen Lid 
Staten te bevorderen.8 De vraag is of dat betekent dat de concrete verwerking ver-
band moet houden met het vrije verkeer van gegevens.9 Die vraag was aan de orde 
in de zaak Lindqvist.10 
Advocaat-generaal lizzano concludeert in die zaak dat de concrete verwerking 
onder het Gemeenschapsrecht moet vallen om aan richtlijn 95/45/EG te moeten 
voldoen." De conclusie van lizzano stemt met het standpunt van Lindqvist over-
een. Lindqvist betoogt dat een verwerking zonder vergoeding en zonder winst-
oogmerk geen economische activiteit is. Lindqvist meent dat die verwerking bui-
ten het Gemeenschapsrecht valt en dus buiten de richtlijn. 
Het Hof van Justitie oordeelt anders. Naar het oordeel van het Hof hoeft de 
concrete verwerking geen verband met het vrije verkeer van gegevens te houden. 
Het bereik van richtlijn 95/46/EG wordt volgens het Hof bepaald met behulp van 
de criteria die de richtlijn daarvoor aanreikt. 
Artikel 3 lid 2 richtlijn 95/46/EG bevat één van de criteria die het bereik van 
de richtlijn bepaalt. Het verklaart de verwerking 'mei het oog op de uitoefening 
van niet binnen de werkingssfeer van het Gemeenschapsrecht vallende activitei-
ten'' buiten dat bereik. Het artikel noemt onder andere de verwerking die betrek-
king heeft op openbare veiligheid, defensie en de veiligheid van de Staat. Het arti-
kel is in de Wbp niet overgenomen.12 Het is daardoor niet duidelijk dat de Wbp 
voor bepaalde verwerkingen die buiten het Gemeenschapsrecht vallen, mogelijk 
niet van toepassing is.'3 Het Hof van Justitie heeft in de Rundfunk-zaak immers 
geoordeeld dat de richtlijnbepalingen rechtstreeks (kunnen) gelden.14 
11.2.1.2 Niet geautomatiseerde verwerking 
De tweede verwerking waar de verplichtingen van de Wbp niet voor gelden, is te 
vinden in artikel 2 lid 1 Wbp. Het artikel beperkt het bereik van de Wbp tot 'de 
geheel of gedeeltelijk geautomatiseerde verwerking van persoonsgegevens, als-
mede de niet geautomatiseerde verwerking van persoonsgegevens die in een 
bestand zijn opgenomen of die bestemd zijn om daarin te worden opgenomen, .15 
7 Art 3 (2) richtlijn 95/46/EG 
8 Richtlijn 95/45/EG verwijst naar art 100A (thans art 95) EG-Verdrag, PbEQ 1997, C 340/173. 
9 Blok 2004, ρ 31, vgl ook Cuijpers 2004, ρ 128-132 
10 HvJ EG 6 november 2003, C-101/01 (Lindqvist) 
11 Conclusie advocaat-generaal lizzano, met name onder 33, 35-36 en 39. 
12 Korff 2002, p. 186, vgl art. 2 en 3 Wbp 
13 Korff2002, p. 186 
14 HvJ EG 20 mei 2003, C-465/00, C-138/01 en C-139/01 (Österreichischer Rundfunk), vgl.. Blok 2004. 
15 Vgl art 3 lid 1 nchtlijn 95/46/EG 
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De vraag is wanneer sprake is van een gedeeltelijk geautomatiseerde verwerking. 
De Wbp merkt, zo zagen we in paragraaf 10.2, niet alleen iedere afzonderlijke 
handeling, maar ook ieder geheel van handelingen met betrekking tot persoons-
gegevens als verwerking aan.16 Van een geheel van handelingen is sprake wanneer 
een aantal handelingen eenzelfde doel heeft of tot een samenhangende reeks 
behoort. Van een geheel van handelingen, kan een deel geautomatiseerd zijn, het-
geen al het geval is als aan een geheel van niet geautomatiseerde handelingen, één 
geautomatiseerde handeling te pas komt. 
Voorbeeld: het uitvoeren van een papieren betaalopdracht is een gedeeltelijk 
geautomatiseerde verwerking door het bankconcern. Niet alle handelingen die bij 
het uitvoeren van de betaalopdracht komen kijken, zijn namelijk geautomatiseerd. 
Het onderscheid tussen geheel en gedeeltelijk geautomatiseerd is duidelijk. 
Vanuit de klant die de betaalopdracht geeft bezien, is het voorbeeld minder 
helder. De klant is naast het bankconcern verantwoordelijke voor de verwerking 
waar het uitvoeren van de betaalopdracht gepaard mee gaat. Althans, voor zover 
die verwerking gedeeltelijk geautomatiseerd is. De vraag is of de verwerking door 
de klant als een gedeeltelijk geautomatiseerde verwerking moet worden aange-
merkt als hij alleen het niet geautomatiseerde gedeelte van het uitvoeren van de 
betaalopdracht verricht. Artikel 2 lid 1 Wbp leidt in situaties met meer dan een 
verantwoordelijke aldus tot onduidelijkheid. 
De niet geautomatiseerde verwerking valt alleen onder het bereik van de Wbp als 
die in een 'bestand' is opgenomen. Artikel 1 sub c Wbp omschrijft het begrip 
'bestand'. Het gaat om een gestructureerd geheel van gegevens, dat systematisch 
toegankelijk is en betrekking heeft op meer dan één persoon.17 Van een structureel 
geheel is sprake als gegevens in een bestand onderling samenhangen, hetgeen bij-
voorbeeld het geval is als gegevens voor hetzelfde doel gebruikt worden. Van sys-
tematische toegankelijkheid is sprake als een bestand een duidelijke, vooraf met 
het oog op raadpleging aangebrachte structuur heeft.18 Denk aan een verzameling 
voorbedrukte formulieren of een kaartsysteem.19 De verzameling alfabetisch 
gerangschikte dossiers 'met losse aantekeningen en min of meer chronologisch 
geordende documenten van velerlei aard' is niet systematisch toegankelijk.20 Het 
vereiste dat de verwerking in een bestand is opgenomen, geldt niet voor de geheel 
of gedeeltelijk geautomatiseerde verwerking. Die verwerking is volgens de wets-
16 Art 1 sub b Wbp. 
17 Vgl Aitz2004 
18 Rb Almelo 14 februari 2005, LJN-nr AS5909 (Dexia) vindt van bandopnames van telefoongesprekken dal 'de 
bandopnames die deel uitmaken van de samenhangende verzameling van persoonsgegevens van verzoekers 
[ .] samen als bestand zijn aan te merken Hierbij is van belang dat verzoekers precies de datum, tijdstip en 
personen kunnen noemen waarmee zij hebben gesproken Met deze informatie zijn de bandopnames voldoen-
de toegankelijk [ ] ' 
19 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 54 
20 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 53-55 
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geschiedenis namelijk altijd een gestructureerd geheel van persoonsgegevens dat 
systematisch toegankelijk is.21 
De niet geautomatiseerde verwerking valt niet alleen onder de Wbp als die in 
een bestand is opgenomen, hij valt er ook onder als hij bestemd is om in een 
bestand te worden opgenomen. Het vermelden waard is het oordeel van de recht­
bank Den Bosch dat bandopnamen van telefoongesprekken die geen bestand vor­
men, maar wel bewaard worden, wel bestemd zullen zijn om in een bestand te 
worden opgenomen, omdat niet valt in te zien waarom de banden anders bewaard 
worden. De rechtbank oordeelt: 'kennelijk ziet [de verantwoordelijke] het belang 
[van bewaren] in en zal zij in een voorkomend geval daarvan gebruik willen 
maken. Daarvoor zal dan toch bekend moeten zijn dat er een of meer voor dat 
geval relevante bandopnamen bestaan. Het kan eigenlijk niet anders dan dat een 
zekere gestructureerde toegang tot de inhoud van die banden aanwezig is of zal 
worden vervaardigd. Voor zover er al geen sprake is van een bestand, betreft het 
persoonsgegevens die kennelijk bestemd zijn om in een bestand te worden opge­
nomen'' Ρ 
De Wbp is (dus) van toepassing in de volgende vier situaties: 1. Op de volledig 
geautomatiseerde verwerking van persoonsgegevens; 2. Op de gedeeltelijk geau­
tomatiseerde verwerking; 3. Op de niet geautomatiseerde verwerking die in een 
bestand is opgenomen en 4. Op de niet geautomatiseerde verwerking die bestemd 
is om in een bestand te worden opgenomen. 
De Wbp geldt dus niet voor de niet geautomatiseerde verwerking die niet in 
een bestand is of zal worden opgenomen. De Wbp geldt wél voor het niet geauto-
matiseerde deel van een gedeeltelijk geautomatiseerde verwerking. De Wbp zal 
voor de 'hedendaagse' verwerking doorgaans dus gelden. 
Tot slot: de Wbp geldt ook voor de verwerking van persoonsgegevens in beeld 
en geluid. De Commissie onderstreept dat in de evaluatie van de richtlijn in 
2003.23 De Commissie moet op basis van de richtlijn in de evaluatie specifieke 
regels voorstellen voor de verwerking van gegevens in beeld en geluid. Tot de eva-
luatie golden geen specifieke regels.24 Tijdens de evaluatie van de richtlijn con-
cludeert de Commissie dat specifieke regels niet nodig zijn.25 De Wbp geldt dus 
gewoon voor de geheel of gedeeltelijk geautomatiseerde verwerking van gegevens 
in beeld en geluid. De digitale vastlegging van gegevens in beeld en geluid wordt 
21 Kamerstukken II. 1997/1998, 25 892, nr 3, ρ 53 Vgl Winkelhorst en Van der Linden-Smith 2004, ρ 628-
629 Zij vinden dat de eisen die aan een 'bestand' worden gesteld ook aan geautomatiseerde verwerkingen 
gesteld moeten worden Persoonsgegevens die geautomatiseerd worden verwerkt, zijn niet per definitie 
'gemakkelijk ontsluitbaar' Terwijl dat de ratio is waarom geautomatiseerde verwerkingen zonder uitzondering 
onder het bereik van de Wbp vallen Winkelhorst en Van der Linden-Smith noemen als voorbeeld van een min­
der eenvoudig te ontsluiten geautomatiseerde verwerking het internet 
22 Rb 's-Hertogenbosch 23 maart 2005, LJN-nr AT2889 (Dexia) en Rb 's-Hertogenbosch 23 maart 2005, UN-nr 
AT2985 (Dexia), vgl Rb Rotterdam 20 mei 2005, LJN-nr AT8525 (Dexia), vgl Zwenne en Webbink 2006, 
vgl voorts Hof's-Hertogenbosch 16 januari 2006, waarover (om ) Herth, Hildebrandt, Gutwirth e a 2007 
23 Commission 2003b, ρ 67 
24 Afgezien van overweging 16 en 17, richtlijn 95/46/EG 
25 Commission 2003c 
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over het algemeen als een geautomatiseerde verwerking gezien26, de analoge vast-
legging van beeld en geluid niet.27 Of de Wbp geldt voor analoog vastgelegd beeld 
en geluid, hangt dus af van de vraag of de analoge vastlegging als bestand is aan 
te merken. 
11.2.1.3 Verwerking voor persoonlijk of huishoudelijk doel 
De derde verwerking waar de verplichtingen van de Wbp niet voor gelden, is in 
artikel 2 lid 2 Wbp te vinden. Artikel 2 lid 2 Wbp stelt de verwerking van per-
soonsgegevens voor een persoonlijk of huishoudelijk doel vrij van de verplichtin-
gen van de Wbp.28 
De uitzondering is voor het gebruik van persoonsgegevens door (groepen van) 
vennootschappen (ook) van belang omdat persoonlijk of huishoudelijk gebruik 
zich (ook) in werksituaties voor kan doen. Denk aan de werknemer die privé-mail 
onder werktijd verstuurt. De werknemer hoeft dan niet aan de verplichtingen van 
de Wbp te voldoen. De verplichtingen van de Wbp gelden wel voor de werkgever 
die de mail van de werknemer leest. 
De verplichtingen van de Wbp gelden ook niet voor de verwerking voor een 
huishoudelijk doel. Van een huishoudelijk doel is sprake binnen een duidelijk 
bepaalde groep mensen, zoals een gezin.29 Denk aan de verwerking van persoons-
gegevens op een organiser. 
Artikel 2 lid 2 Wbp vormt de aanleiding voor van een van de prejudiciële vra-
gen in de zaak Lindqvist.30 Lindqvist creëert in haar vrije tijd een aantal internet-
pagina's. Lindqvist plaatst op die pagina's informatie over mensen aan wie zij, in 
haar vrije tijd, catechisatie geeft. Het Hof van Justitie oordeelt dat die verwerking 
niet onder de huishoudexceptie31 valt, want persoonsgegevens die via het internet 
openbaar gemaakt worden, worden voor een onbepaald aantal personen toeganke-
lijk.32 Van huishoudelijk gebruik is dan geen sprake meer.33 
De Nederlandse regering maakt in de aanloop naar de Lindqvist-zaak haar 
zienswijze kenbaar bij het Hof. De regering blijkt dezelfde mening als het Hof toe-
gedaan.34 Dat is opmerkelijk, gelet op het standpunt dat de regering inneemt bij de 
vraag of het plaatsen van persoonsgegevens op een website een doorgifte 
behelst.35 De regering betrekt bij het antwoord op die vraag de bedoelingen van de 
maker van de website. De regering vindt voor het antwoord op die vraag bepalend 
of Lindqvist de intentie heeft de gegevens de hele wereld rond te sturen. Dat de 
afwezigheid van die intentie bij de regering dan niet tot de conclusie leidt dat 
Lindqvists' handelen onder de huishoudexceptie valt, wekt bevreemding. 
26 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 71 
27 Commission 2003c, ρ 57, Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 71 
28 Art 2 lid 2 sub a Wbp, vgl art 3 lid 2 streep 3 nchtlijn 95/46/EG 
29 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 70 
30 HvJ EG 6 november 2003, C-101/01 (Lindqvist) 
31 Winkelhorst en Van der Linden-Smith 2004, ρ 629 
32 HvJ EG 6 november 2003, C-101/01 (Lindqvist) Vgl Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 69-70 
33 Vgl hierover Winkelhorst en Van der Linden-Smith 2003, ρ 629 
34 HvJ EG 6 november 2003, C-101/01 (Lindqvist), onder 32 
35 Waarover paragraaf 115 2 
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11.2.1.4 Verwerking in bijzondere wet 
De vierde categorie van verwerkingen waar de verplichtingen van de Wbp niet 
gelden, is de verwerking die plaatsvindt op basis van een bijzondere wet. Het 
betreft de Wet op de inlichtingen- en veiligheidsdiensten; de Wet politieregisters; 
de Wet gemeentelijke basisadministratie persoonsgegevens; de Wet op de justitië-
le documentatie en op de verklaringen omtrent het gedrag en de Kieswet.36 De ver-
werking door de Krijgsmacht wordt ook van de werking van de Wbp uitgezon-
derd. Hier is het niet een bijzondere wet, maar de minister van Defensie die daar-
toe beslist. De minister kan dat doen 'met het oog op de inzet of het ter beschik-
king stellen van de krijgsmacht ter handhaving of bevordering van de internatio-
nale rechtsorde' }η De genoemde uitzonderingen zijn voor mijn onderzoek verder 































36 Art 2 lid 2 sub b tot en met f Wbp 
37 Art 2 hd 3 Wbp 
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11.2.2 Gedeeltelijk uitgezonderde verwerking 
Naast verwerkingen waar de verplichtingen van de Wbp in het geheel niet voor 
gelden, gelden die verplichtingen voor een aantal verwerkingen niet allemaal 
(figuur 37). 
Voor de gedeeltelijk uitgezonderde verwerkingen gelden slechts bepaalde ver­
plichtingen niet. De overige verplichtingen gelden dus onverkort. Voor de volgen­
de verwerkingen gelden bepaalde verplichtingen van de Wbp niet: 
- Verwerkingen voor een journalistiek, artistiek of literair doel; 
Op de verwerking van gegevens voor 'uitsluitend journalistieke, artistieke of lite­
raire doeleinden' is een aantal voorschriften van de Wbp niet van toepassing.38 De 
uitzondering is begrijpelijk tegen de achtergrond van het grondrecht op informa­
tievrijheid.39 De uitzondering is voor het beheer van persoonsgegevens door (groe­
pen van) vennootschappen bijvoorbeeld van belang wanneer in het personeelsblad 
van het olieconcern gegevens van werknemers vermeld worden, bijvoorbeeld om 
die werknemers voor te stellen. 
- Verwerkingen voor vrijgesteld doel; 
Van de meldingsplicht40 bij het Cbp of bij de functionaris voor de gegevensbe­
scherming41 is uitgezonderd de verwerking die in het Vrijstellmgsbesluit42 voor­
komt.43 Voor vrijstelling komen alleen verwerkingen in aanmerking waarvan alge­
meen bekend verondersteld wordt dat die plaatsvinden. Denk bijvoorbeeld aan 
salaris-, personeels- en sollicitatieadministraties. De uitzondering is in paragraaf 
11.6.1 aan de orde. 
- Verwerking voor wetenschappelijk onderzoek of statistiek; 
Voor verwerkingen door instellingen of diensten voor wetenschappelijk onderzoek 
of statistiek gelden de artikelen 34 en 35 Wbp niet.44 De instelling of dienst kan 
de mededeling als bedoeld in artikel 34 Wbp achterwege laten en kan weigeren 
aan een verzoek als bedoeld in artikel 35 Wbp te voldoen. De instelling of dienst 
moet wel de nodige voorzieningen treffen om te verzekeren dat de gegevens uit­
sluitend voor statistische en wetenschappelijke doeleinden worden verwerkt. De 
uitzondering is soms van belang voor het gebruik van persoonsgegevens door 
(groepen van) vennootschap. Denk bijvoorbeeld aan het bankconcern dat markt­
onderzoek doet. 
38 Art 3 Wbp 
39 Art 7 Gw en art 10EVRM 
40 Art 27 Wbp 
41 Art 62-64 Wbp 
42 Besluit van 7 mei 2001, houdende aanwijzing van verwerkingen van persoonsgegevens die zijn vrijgesteld van 
de melding bedoeld in artikel 27 van de Wet Bescherming Persoonsgegevens (Vrijstellmgsbesluit Wbp), Stb 
2001,250 
43 Art 29 Wbp 
44 Art 44 Wbp 
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- Verwerking die deel uitmaakt van archieftiescheiden. 
De verantwoordelijke die een verwerking verricht die deel uitmaakt van archief-
bescheiden die ingevolge de artikelen 12 en 13 Archiefwet 1995 zijn overgebracht 
naar een archiefbewaarplaats, kan de mededeling als bedoeld in artikel 34 Wbp 
achterwege laten.45 
11.2.3 Afronding 
Voor een aantal verwerkingen gelden de verplichtingen van de Wbp niet of niet 
allemaal. Van belang voor de organisatie die informatie gebruikt, is dat de ver-
plichtingen van de Wbp in het geheel niet gelden voor de verwerking die buiten 
het gemeenschapsrecht valt; die niet geautomatiseerd is èn die niet in een bestand 
is of zal worden opgenomen en voor de verwerking voor persoonlijk of huishou-
delijk gebruik. Voor het gebruik door die organisatie is voorts van belang dat de 
verplichting om te melden niet geldt voor de verwerking die voldoet aan de voor-
waarden van het Vrijstellingsbesluit. 
11.3 Rechtmatigheid verwerking 
Het onderhavige hoofdstuk bespreekt de (voor mijn onderzoek relevante) ver-
plichtingen van de Wbp. De kern van die verplichtingen is neergelegd in hoofd-
stuk 2 Wbp dat verplichtingen in verband met de rechtmatigheid van de verwer-
king bevat (figuur 38). 
11.3.1 Zorgvuldigheid 
De kern van de verplichtingen in verband met de rechtmatigheid van de verwer-
king wordt gevormd door artikel 6 Wbp. Het artikel bepaalt: 'persoonsgegevens 
worden in overeenstemming met de wet en op behoorlijke en zorgvuldige wijze 
verwerkt'.*b De verplichting dient bij de uitleg van de overige verplichtingen tel-
kens in het achterhoofd te worden gehouden. De terminologie van artikel 6 Wbp 
is afgestemd op de publiekrechtelijke verplichting om behoorlijk te besturen.47 
De artikelen 7, 8 en 9 Wbp geven aan wanneer de verwerking 'behoorlijk en 
zorgvuldig' is. Op die manier beoogt de Wbp discussie over de invulling van de 
open norm van artikel 6 Wbp te beperken.48 De artikelen 7, 8 en 9 Wbp maken 
artikel 6 Wbp niet overbodig. Het artikel vereist namelijk dat een verwerking die 
45 Art 44 Wbp 
46 Vgl art 6 lid 1 onder a richtlijn 95/46/EG De richtlijn hanteert in plaats van 'behoorlijk en zorgvuldig' de term 
'eerlijk en rechtmatig' Reden om in de Wbp van die terminologie af te wijken, is volgens Kamerstukken II, 
1997/1998, 25 892, nr 3, ρ 78, dat de onrechtmatige verwerking in stnjd is met hetgeen volgens het onge­
schreven recht in het maatschappelijk verkeer betaamt, waardoor 'hel begnppenpaar "eerlijk en rechtmatig" 
een tautologie' wordt 
47 Vgl Kamerslukken II. 1997/1998, 25 892, nr 3, ρ 20 en 77-78 
48 Schreuders 1998, ρ 54 
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De artikelen 7, 8 en 9 Wbp brengen het beginsel van doelbinding tot uitdrukking. 
Het beginsel verbiedt de verwerking van persoonsgegevens die niet in overeen-
stemming met het doel is. Het vormt de belangrijkste verplichting waar de ver-
werking aan moet voldoen. Het beginsel van doelbinding valt uiteen in twee sub-
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11.3.2.1 Doelspecificatie 
Het beginsel van doelspecificatie is opgenomen in artikel 7 Wbp.49 Het artikel 
bepaalt: 'persoonsgegevens worden voor welbepaalde, uitdrukkelijk omschreven 
en gerechtvaardigde doeleinden verzameld'. De verantwoordelijke is dus ver-
plicht om het doel vast te stellen vóórdat hij persoonsgegevens verzamelt.50 
Het doel waar persoonsgegevens voor verzameld worden, dient op basis van 
artikel 7 Wbp aan drie eisen te voldoen. Het moet welbepaald; uitdrukkelijk 
omschreven en gerechtvaardigd zijn. Het doel moet in de eerste plaats welbepaald 
zijn. Het doel moet duidelijk zijn en niet zo vaag of ruim dat het niet als toet-
singskader kan dienen.51 De verantwoordelijke die voor verschillende doelen wil 
verwerken, doet er dus verstandig aan die verschillende doelen te onderscheiden 
in plaats van die verschillende doelen onder één doelomschrijving brengen.52 
Voorbeeld: het doel voor de verwerking van klantgegevens door het bankcon-
cern van hoofdstuk 2 is de verkoop van bancaire en verzekeringsproducten. Het 
doel is onder te verdelen in een contractueel, een commercieel en een beheers-
doel.53 Volgens de Registratiekamer biedt 'commercieel' geen criterium om vast te 
stellen of de verwerking van een bepaald gegeven voor dat doel nodig is. De 
omschrijving 'commercieel' is volgens de Registratiekamer niet welbepaald. 
Welbepaald is wel: 'de verwerking van persoonsgegevens [die plaats vindt] in het 
kader van een efficiënte en effectieve bedrijfsvoering [...] gericht op [...] het uit-
voeren van (gerichte) marketingactiviteiten teneinde een relatie met betrokkene tot 
stand te brengen en/of met een cliënt in stand te houden dan wel uit te breiden'.5"* 
Het doel van de verwerking dient op basis van artikel 7 Wbp behalve welbe-
paald, uitdrukkelijk omschreven te zijn. Het doel voldoet doorgaans aan die eis 
vanwege de verplichte melding bij het Cbp.55 Ik ben met de Ierse Commissioner 
van mening dat als bij het Cbp een ander doel is gemeld dan aan betrokkene is 
opgegeven56, het aan de betrokkene opgegeven doel moet worden aangehouden.57 
Het doel van de verwerking die van melding is vrijgesteld, is omschreven in het 
Vrijstellingsbesluit.58 
Het doel van de verwerking dient op basis van artikel 7 Wbp behalve welbe-
paald en omschreven, gerechtvaardigd te zijn. Het doel is gerechtvaardigd als het 
op één van de in artikel 8 Wbp genoemde grondslagen is terug te voeren. Het arti-
kel noemt voor de verwerking in de private sector de volgende grondslagen: 
49 Vgl.: art 6 lid 1 onder b richtlijn 95/46/EG 
50 Hetgeen in verband met de definitie van de 'verantwoordelijke' ook niet anders kan zou het toegestaan zijn om 
persoonsgegevens te verzamelen zonder daar een gebruiksdoel voor ie hebben, dan zou daar op grond van art 
1 sub d Wbp niemand verantwoordelijk voor zijn. 
51 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 79 
52 Vgl.: Cbp 21 september 2004, kenmerk z2002-1245 
53 Vgl : hoofdstuk 2 
54 Althans, dit is de omschrijving die in NVB, VvV en VFN 2003, onder 5 I I sub c wordt gehanteerd. Het Cbp 
heeft aan de gedragscode goedkeuring verleend 
55 Art. 27 Wbp 
56 Art. 33 en 34 Wbp 
57 Case Study 2/00, Korff 2003, p. 63-64 
58 Kamerstukken II, 1997/1998, 25 892, nr 3, p. 79. 
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a. ondubbelzinnige toestemming van betrokkene; of 
b. het uitvoeren van een overeenkomst; of 
c. het nakomen van een wettelijke verplichting; of 
d. het vrijwaren van een vitaal belang van betrokkene; of 
f. het gerechtvaardigde belang van verantwoordelijke.59 
a. ondubbelzinnige toestemming van betrokkene 
De verwerking van persoonsgegevens is in de eerste plaats toegestaan als de 
betrokkene 'ondubbelzinnig' toestemt. Artikel 1 sub i Wbp omschrijft toestem-
ming als: 'elke vrije, specifieke en op informatie berustende wilsuiting waarmee 
de betrokkene aanvaardt dat hem betreffende persoonsgegevens worden verwerkt'. 
Artikel 1 sub i Wbp stelt drie eisen aan toestemming. 
Ten eerste is vereist dat toestemming in vrijheid is gegeven. De betrokkene 
moet niet toestemmen 'onder druk van omstandigheden waarin hij verkeert of de 
relatie waarin hij staat tot de verantwoordelijke' ,60 Volgens de Groep gegevens-
bescherming artikel 29 kan de werkgever de verwerking van gegevens van werk-
nemers daarom beter niet op toestemming baseren.61 De Vries werpt - naar mijn 
idee terecht - de vraag op of die gedachte nog past 'binnen het moderne arbeids-
rechtelijke denken'.6,2 Ik wijs er op dat het vermogensrecht het handelen van de 
'zwakkere' contractspartij beschermt.63 
Ten tweede is vereist dat toestemming betrekking heeft op de verwerking. Het 
moet betrokkene duidelijk zijn voor welke verwerking, van welke gegevens, voor 
welk doel en door wie hij toestemming geeft. Het moet de betrokkene dus duide-
lijk zijn wanneer er meer dan één verantwoordelijke voor de verwerking is. Het 
verwerken van werknemersgegevens voor een due diligence onderzoek is om die 
reden bijvoorbeeld problematisch op basis van toestemming: de overname waar-
voor het onderzoek plaats heeft, heeft in de precontractuele fase doorgaans een 
vertrouwelijk karakter.64 
Ten derde is voor toestemming vereist dat de betrokkene behoorlijk is geïn-
formeerd.65 De mate van informeren van de betrokkene maakt toestemming tot 
ondubbelzinnige toestemming.66 Toestemming moet ondubbelzinnig zijn om als 
59 Het onderhavig onderzoek bespreekt (dus) niet de verwerking die noodzakelijk is voor een goede vervulling 
van een publiekrechtelijke taak, vgl art 8 sub e Wbp, ZIJ het dat de verwerking in de private sector onder 
omstandigheden op die grond gebaseerd kan worden, vgl bijvoorbeeld Registratiekamer, Werken met gege-
vens Gegevensuitwisseling tussen CWI's en uitzendbureaus, juni 1999, ρ 10 
60 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 65 
61 Vgl WP 48 (DG MARKT 5062/01), ρ 23 'the article 29 Working Party takes the view that where as a nec­
essary and unavoidable consequence of the employment relationship an employer has to process personal data 
it is misleading if it seeks to legitimise this processing trough consent Reliance on consent should be confined 
to cases where the worker has a genuine free choice and is subsequently able to withdraw the consent without 
detriment', vgl ook Terslegge 2002a en 2002b 
62 De Vries 2005, ρ 267 
63 Vgl paragraaf 7 3 
64 Vgl Merkus2002 
65 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 65 
66 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 66-67 
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grondslag voor de verwerking te dienen. De vraag is of stilzwijgende toestemming 
ondubbelzinnig is.67 Toestemming hoeft niet schriftelijk te zijn verleend om 
ondubbelzinnig te zijn.68 Toestemming is dus, net als een rechtshandeling69, vorm-
vrij. Een voorbeeld: de voor internet bankieren benodigde software is te installe-
ren door op een button te klikken.70 Het aanklikken van de button impliceert 
acceptatie van de algemene voorwaarden. Houden de voorwaarden toestemming 
voor de verwerking van persoonsgegevens in, dan heeft toestemming de vorm van 
een klik met de muis. Tenminste, voor zover de acceptatie van de algemene voor-
waarden ook aan de andere twee vereisten voor toestemming voldoet.71 
Toestemming die niet aan de drie eisen voldoet, is, als rechtshandeling, nie-
tig.72 Toestemming wordt dan geacht nooit te zijn gegeven, dit in tegenstelling tot 
toestemming die ingetrokken wordt. Het intrekken van toestemming heeft geen 
consequenties voor de verwerking die daarvóór plaatsvond.73 Het intrekken heeft 
wel de consequentie dat de verantwoordelijke de verwerking niet op een andere 
grondslag mag baseren. De wetsgeschiedenis bestempelt dat als onbehoorlijk en 
onzorgvuldig; ofwel als in strijd met artikel 6 Wbp.74 Dit doet vreemd aan: een 
verwerking waar betrokkene van meet af aan niet mee instemt of een verwerking 
waar geen toestemmin voor gevraagd wordt, mag immers ook op een andere 
grondslag gebaseerd worden. 
b. het uitvoeren van een overeenkomst 
De tweede grondslag van artikel 8 Wbp rechtvaardigt de verwerking die noodza-
kelijk is om een overeenkomst uit te voeren. De overeenkomst hoeft niet op de 
verwerking gericht te zijn.75 
Voorbeeld: de verwerking van het rekeningnummer van een werknemer. De 
verwerking is noodzakelijk om de arbeidsovereenkomst uit te voeren. De verwer-
king van gegevens van werknemers voor controle van mail- en internetgebruik is 
dat bijvoorbeeld niet. 
De betrokkene moet partij bij de overeenkomst zijn, wil de overeenkomst de 
verwerking rechtvaardigen.76 De betrokkene moet de overeenkomst dus (mede) 
hebben ondertekend of iemand moet dat namens hem gedaan hebben.77 
67 Vgl. Terstegge 2002, ρ 157. 
68 Kamerstukken II, 1997/1998, 25 892, nr. 13, p. 4 
69 Art 3 37 BW 
70 Vgl. Terstegge 2002b 
71 Artz en Van Eijk 2000, p. 42-43 
72 Art 3 40 BW, vgl. ook- Terstegge 2002b 
73 Kamerstukken 11, 1997/1998, 25 892, nr. 3, p. 67-68. 
74 Kamerstukken II, 1997/1998, 25 892, nr. 3, p. 82 
75 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 81 Hieraan lijkt Cuijpers 2004, p. 158 e v. voorbij te gaan waar 
zij stelt dat artikel 8 sub a en b Wbp volgens de richtlijn alleen velschillen doordat opzegging van een contract 
met, maar intrekking van toestemming wel te allen tijde zonder opgaaf van redenen mogelijk is Artikel 8 sub 
b Wbp biedt een grond voor verwerkingen op grond van overeenkomsten waaraan die verwerking slechts acces­
soir is Voor die verwerkingen verschilt de grond van artikel 8 sub b Wbp van die van artikel 8 sub a Wbp. 
76 Anders art. 77 lid 1 sub c Wbp 
77 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 80-81 
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Voorbeeld: een klant geeft de bank opdracht tot betaling. De bank verwerkt bij de 
uitvoering van die opdracht gegevens van de klant en van de begunstigde. De tus-
sen de klant en de bank bestaande rekeningovereenkomst rechtvaardigt de ver-
werking van de gegevens van de klant.78 De verwerking van gegevens van de 
begunstigde wordt door die overeenkomst niet gerechtvaardigd. De begunstigde is 
bij die overeenkomst geen partij. De verwerking van werknemersgegevens voor 
een due diligence onderzoek wordt om dezelfde reden niet gerechtvaardigd door 
de arbeidsovereenkomst. De werknemer is geen partij bij de ovemameovereen-
komst in het kader waarvan de verantwoordelijke dat onderzoek toe staat.79 
De verantwoordelijke hoeft geen partij bij de overeenkomst te zijn.80 
Sauerwein en Linnemann geven het voorbeeld van de bank die een betaling afwik-
kelt, die plaatsvindt vanwege een overeenkomst tussen de betrokkene en een 
derde.81 Het voorbeeld is naar mijn idee niet juist. Stel dat de betaling een salaris-
uitbetaling betreft. De bank kan de bijbehorende verwerking dan baseren op de 
arbeidsovereenkomst tussen werkgever en werknemer. De bank kan dat naar mijn 
mening niet: de bank weet niet of een betaling geschiedt met het oog op de nako-
ming van een overeenkomst. De werkgever is in het genoemde voorbeeld ook ver-
antwoordelijk. De werkgever kan de verwerking wel baseren op nakoming van de 
arbeidsovereenkomst. De bank kan de verwerking van bepaalde gegevens van de 
werkgever en de werknemer wellicht rechtvaardigen door de rekeningovereen-
komst die zij mogelijk met de werkgever of de werknemer heeft. 
Ik kan maar één verwerking bedenken die gerechtvaardigd zou moeten zijn op 
basis van een overeenkomst met de betrokkene waarbij de verantwoordelijke geen 
partij is. Het betreft de verwerking waar een in de statuten of een contract aange-
wezen rechtspersoon verantwoordelijk voor is.82 De statutaire of contractuele ver-
antwoordelijke zal bij de verwerking in het kader van de uitvoering van een over-
eenkomst dan niet altijd partij zijn. Denkbaar is immers dat de rechtspersoon die 
onder zijn verantwoordelijkheid valt, de overeenkomst met de betrokkene heeft 
gesloten. Naar mijn mening moet de statutaire of contractuele verantwoordelijke 
de verwerking in dat geval kunnen baseren op het uitvoeren van die overeenkomst 
tussen de rechtspersoon waarvoor hij verantwoordelijke is en de betrokkene. 
Voorbeeld: de rechtspersoon Diensten plc uit het olieconcern is statutair ver-
antwoordelijke voor alle verwerkingen van gegevens van werknemers van het olie-
concern. Diensten plc baseert die verwerkingen op de arbeidsovereenkomst die zij 
met de werknemer heeft. Diensten plc zou die verwerking naar mijn mening ook 
op de arbeidsovereenkomst moeten kunnen baseren als de werknemer die over-
eenkomst zou zijn aangegaan met de werkmaatschappij voor wie Diensten plc ver-
antwoordelijke is. 
78 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 82 
79 Merkus 2002 
80 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 81 
81 Sauerwein en Linnemann 2000, ρ 23 
82 Vgl paragraaf842 
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De verwerking die aan het sluiten van een overeenkomst vooraf gaat, is op grond 
van onderdeel b eveneens gerechtvaardigd. Die verwerking moet wel plaatsvinden 
op verzoek van de betrokkene.83 Dat is het geval wanneer betrokkene de verwer­
king redelijkerwijs kon verwachten.84 De verwerking in de precontractuele fase 
moet voorts noodzakelijk zijn om de overeenkomst te sluiten. 
Voorbeeld: de verwerking die volgt op een sollicitatie door de betrokkene 
geschiedt op verzoek van de betrokkene. Die verwerking gaat noodzakelijkerwijs 
vooraf aan het sluiten van arbeidsovereenkomst. De verwerking waarmee het 
inwinnen van inlichtingen van referenties van de sollicitant gepaard gaat, wordt 
vermoedelijk niet door onderdeel b gerechtvaardigd. Volgens de sollicitatiecode 
2003 van de Nederlandse Vereniging voor Personeelsmanagement & Organisatie­
ontwikkeling (hierna: NVP) vereist die verwerking de toestemming van de solli­
citant.85 Dat is dus geen verplichting op basis van de Wbp. 
c. het nakomen van een wettelijke verplichting 
De derde grondslag van artikel 8 Wbp rechtvaardigt de verwerking die noodzake­
lijk is om een wettelijke verplichting uit te voeren. Het moet gaan om een alge­
meen verbindend wettelijk voorschrift.86 Het bankconcern kon het verwerken van 
gegevens van werknemers waar het Besluit integere bedrijfsvoering haar toe ver­
plichtte dus niet op onderdeel c baseren.87 Het Besluit verplichtte het bankconcern 
een adequaat beleid te voeren ter voorkoming van betrokkenheid bij strafbare fei­
ten en andere maatschappelijk onaanvaardbaar handelen dat het vertrouwen in de 
financiële sector schaadt. Het bankconcern screent in het kader van dat beleid sol-
licitanten en werknemers. Het bankconcern kan de verstrekking van gegevens aan 
opsporingsambtenaren op basis van de Wet vorderen gegevens financiële sector 
bijvoorbeeld wel op onderdeel c baseren.88 
Of onderdeel c de verwerking rechtvaardigt die nodig is om een buitenlandse 
wettelijke verplichting uit te voeren, is niet duidelijk. De wetsgeschiedenis zwijgt 
op dat punt. Van Essen meent - naar mijn idee terecht - dat onderdeel c niet de 
verwerking om een buitenlandse wettelijke verplichting uit te voeren rechtvaar-
digt, omdat die wetgeving dan wellicht tot verwerkingen zou verplichten 'die naar 
onze Nederlandse opvattingen onwenselijk [...] zijn'}9 Van Essen haalt als voor-
beeld aan de verwerking van passagiersgegevens door de Amerikaanse douane op 
basis van de Amerikaanse Aviation and Transportation Security Act 2001 en de 
Enhanced Border Security and Visa Reform Act 2002.90 Het voorbeeld is naar 
83 Art 8 sub b Wbp. 
84 Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 81 
85 NVP 2003 In de versie van 2006 is daar aan toegevoegd dat toestemming met vereist is als in de wel anders is 
bepaald 
86 Kamerslukken II, 1997/1998, 25 892, m 3, ρ 83 
87 Vgl : Kuus 2004, ρ 121 Het Besluit integere bedrijfsvoering kredietinstellingen en verzekeraars, Stb 2003, 
396, is door de inwerkingtreding van de Wfl is vervallen en vervangen voor de besluiten op basis van de Wft, 
vgl.: paragraaf 2 1.2 
88 Sift 2004, 109. De wet wijzigt het Wetboek van Strafvordering 
89 Van Essen 2004 
90 Uitgebreid, vgl.: paragraaf 11.5 2 
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mijn idee niet juist: die verwerking is niet ongeoorloofd omdat een grondslag als 
bedoeld in artikel 8 Wbp ontbreekt, maar omdat een grondslag ontbreekt voor 
doorgifte." Voor doorgifte vormt de wettelijke verplichting (binnenlands of bui-
tenlands) geen grondslag. 
Onderdeel c rechtvaardigt alleen de verwerking op basis van de wettelijke ver-
plichting die op de verantwoordelijke rust. Voorbeeld: de Wft verplicht banken 
bijvoorbeeld om zich een beeld van de klant te vormen alvorens een bepaalde 
dienst aan hem te verlenen.92 De bank kan die verplichting alleen nakomen door 
gegevens van de klant te verwerken. Ander voorbeeld: de verwerking van perso-
neelsgegevens op basis van belasting- en sociale wetgeving.93 
d. het vrijwaren van een vitaal belang van betrokkene 
De verwerking die een gevaar voor de gezondheid van betrokkene beoogt te voor-
komen, wordt gerechtvaardigd door artikel 8 sub d Wbp. De grondslag moet res-
trictief worden geïnterpreteerd. Dat betekent dat er een dringende medische nood-
zaak moet zijn. Anders gezegd, 'het moet gaan om een zaak van leven of dood',94 
Deze grondslag baat het olieconcern bijvoorbeeld bij bedrijfsongevallen. 
Onderdeel d rechtvaardigt alleen verwerkingen wanneer betrokkene niet in 
staat is toe te stemmen.95 Een minder dringende medische noodzaak vereist toe-
stemming. Een hulpverlener kan een verwerking op de nakoming van de genees-
kundige behandelingsovereenkomst baseren.96 
De betekenis van onderdeel d voor de praktijk is naar mijn mening gering. In 
een levensbedreigende situatie is een grondslag voor een verwerking niet van 
belang. De Wbp kan in die situaties lang niet altijd nageleefd worden.97 De juridi-
sche betekenis van onderdeel d is eveneens beperkt: de verwerking die een vitaal 
belang van betrokkene dient, is ook op onderdeel f te baseren. 
f. het gerechtvaardigd belang van verantwoordelijke 
Het laatste onderdeel van artikel 8 Wbp vormt een soort restbepaling.98 Hetgeen 
niet wil zeggen dat het onderdeel niet belangrijk is: integendeel. Het onderdeel 
rechtvaardigt de verwerking die noodzakelijk is vanwege een gerechtvaardigd 
belang van de verantwoordelijke of van een derde. 
Een voor het gebruik van persoonsgegevens private organisaties belangrijk 
voorbeeld van een gerechtvaardigd belang vormt de verwerking ter uitoefening 
91 Vgl art 76 en 77 Wbp 
92 Wet van 28 september 2006, houdende regels met betrekking tot de financiële markten en het toezicht daarop 
(Wet financieel toezicht), Slb 2006,475. 
93 Vgl paragraaf222 
94 Kamerslukken II, 1997/1998, 25 892, nr 3, p. 83 
95 Kamerstukken II, 1997/1998, 25 892, nr 3, p. 84 
96 Vgl art 7 446 - 468 BW 
97 Vgl art. 7 Wbp (vastlegging gebruiksdoel alvorens gegevens te verzamelen), art 27 Wbp (melding bij Cbp 
alvorens gegevens te verwerken) en art 33 Wbp (informatiestrekking aan betrokkene alvorens gegevens te ver-
krijgen) 
98 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 86 
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van de (wettige) bedrijfsactiviteiten", de verwerking ter ondersteuning van die 
bedrijfsactiviteiten, zoals de verwerking in het kader van fraudebestrijding en 
marktonderzoek, daar onder begrepen.100 Van belang voor mijn onderzoek is dat 
de werkzaamheden van de rechtspersoon, als organisatie, zoals we in paragraaf 
4.2 zagen, altijd het uitvoeren van bedrijfsactiviteiten behelst. 
Een ander voorbeeld van een gerechtvaardigd belang vormt de verwerking van 
gegevens van werknemers in het kader van screening waar het bankconcern op 
basis van de Regeling integere bedrijfsvoering toe verplicht was.101 Ook het ver-
werken van gegevens van werknemers die als getuigen in een gerechtelijke proce-
dure optreden, is volgens het Hof Den Bosch gerechtvaardigd op basis van artikel 
8 sub f Wbp, omdat het een bijdrage aan de waarheidsvinding kan leveren.102 Het 
verwerken van gegevens van werknemers voor controle van mail- en internetge-
bruik is onder omstandigheden gerechtvaardigd op basis van artikel 8 sub f Wbp. 
Vereist is dat de verwerking noodzakelijk is voor het rechtvaardige belang. De 
verwerking moet met andere woorden voldoen aan de eisen van proportionaliteit 
en subsidiariteit. Het belang moet dus niet 'anderszins of met minder ingrijpende 
middelen' bereikt kunnen worden.103 De verwerking van werknemersgegevens 
voor een due diligence onderzoek is niet zonder meer noodzakelijk.104 De 
Registratiekamer stelde onder de Wpr al dat de potentiële koper van een onderne-
ming doorgaans voldoende heeft aan geanonimiseerde werknemersgegevens.105 
Vereist is voorts dat het belang van de verantwoordelijke prevaleert boven de 
belangen of fundamentele rechten van betrokkene. Van betekenis voor dit onder-
zoek is dat die belangen buiten de Wbp, zoals we in paragraaf 7.2 zagen, ook gere-
specteerd moeten worden. 
Onderdeel f grijpt terug op de grondrechtelijke dimensie van het recht op 
bescherming van persoonsgegevens.106 Om die reden rechtvaardigt onderdeel f de 
verwerking door de werkgever van gegevens van werknemers voor controle van 
mail- en internetgebruik niet zonder meer. De werknemer heeft op grond van 
rechtspraak van het Europese Hof voor de Rechten van de Mens (hierna: EHRM) 
99 Overweging 30 richtlijn 95/46/EG 
100 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 87 
101 Kuus 2004, ρ 121 Volgens De Vnes 2004 doorkruiste de Regeling de NVP-Sollicilatiecode 2003 door voor 
de inwinning van inlichtingen van referenties van sollicitanten geen toestemming te vereisen 
102 Hof 's-Hertogenbosch 14 oktober 2003, LJN-nr AM7927 (Plantenkwekenj Jongenus) 
103 Vgl Rb Utrecht 9 juli 2002, LJN-nr AE5537 (Teleatlas-Planet Media Groep NV) waann de Rb Utrecht oor­
deelt dat Planet Media NV de NAW-gegevens van een abonnee niet aan Teleatlas kan verstrekken zolang niet 
vaststaat dat Teleatlas die gegevens ook langs andere weg kan verkrijgen en Rb Haarlem 11 september 2003, 
LJN-nr AL 1882 (Lycos), waann de Rb Haarlem oordeelt dat Lycos de NAW-gegevens van een websilehouder 
wel aan eiser kan verstrekken, aangezien eiser 'voldoende pogingen [heeft] gedaan om op andere wijze dan via 
Lycos aan die gegevens te komen', het Hof Amsterdam bevestigt in hoger beroep het oordeel van de Rb 
Haarlem, vgl Hof Amsterdam 24 juni 2004, rolnummer 1689/03 (Lycos) en de Hoge Raad bevestigt dat oor­
deel in cassatie, vgl HR 25 november 2005, LJN-nr AU 4019, vgl ook Zwaan en Alberdink Thijm 2006, ρ 
20 die terecht opmerken dat art 8 sub f Wbp niet verplicht om persoonsgegevens te verstrekken als aan art 8 
sub f Wbp is voldaan 
104 Vgl Merkus2002 
105 Registratiekamer 1998 
106 Vgl paragraaf 7 2 2, 8 1 en 9 3 1 en Schreuders 1998, ρ 54 
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namelijk ook op de werkplek een bepaalde mate van bescherming van de per-
soonlijke levenssfeer.107 
Onderdeel f vereist een afweging van belangen. De aard van de persoonsgege-
vens en de maatregelen die de verantwoordelijke treft ter bescherming van het 
belang van betrokkene zijn voor die afweging van belang.108 De rechter hecht bij 
de afweging van de belangen van de werkgever tegen die van de werknemer bij-
voorbeeld belang aan het bestaan van een protocol109 waarin de werkgever de 
regels voor mail- en internetgebruik worden vastgelegd.110 Het belang van de 
werknemer prevaleert (eerder) als een dergelijk protocol ontbreekt. De controle 
van mail- en internetgebruik door de werkgever is dan (eerder) niet rechtmatig. De 
verwerking van werknemersgegevens voor controle van mail- en internetgebruik 
is alleen dan gerechtvaardigd als 'de feiten ernstig en duidelijk zijn en de werkge-
ver een gegronde verdenking tegen de werknemer had\iu 
De afweging van belangen die artikel 8 sub f Wbp vereist, blijft achterwege bij 
de verstrekking van persoonsgegevens uit registers waarvan de wet de openbaar-
heid voorschrijft."2 Denk aan het Kadaster en het Handelsregister van de Kamer 
van Koophandel. De afweging blijkt ook achterwege bij de verstrekking uit regis-
ters die feitelijk openbaar zijn, zoals het telefoonboek. De belangenafweging dient 
bij dergelijke registers vóór openbaarmaking (opname in het register) plaats te 
vinden.113 
Tot zover gronden die het doel voor de verwerking van persoonsgegevens 
rechtvaardigen. Terug naar het doelbindingsbeginsel als onderdeel van de ver-
plichtingen die de Wbp in verband met de rechtmatigheid van de verwerking 
bevat. 
11.3.2.2 Niet onverenigbaar gebruik 
De eis van doelspecificatie vereist dat de verantwoordelijke vóór het verzamelen 
van persoonsgegevens een doel vaststelt. De eis dat de verwerking niet met dat 
doel onverenigbaar is, bewerkstelligt vervolgens dat conform dat doel verwerkt 
wordt. 
107 Vgl EHRM 16 december 1992, NJ 1993, 400 (Niemilz) en EHRM 25 juni 1997,NJ 1998, 506 (Haiford), vgl 
ook Asscher en Steenbruggen 2001 
108 Kamerstukken 11, 1997/1998, 25 892, nr 3, ρ 88 
109 Protocollen (of reglementen) gelden anders dan gedragscodes, niet voor een hele branche maar voor een indi­
viduele organisatie, vgl Cbp 2002b, ρ 6-7 
110 Lieon 2002, ρ 24-26 (overzicht van uitspraken Registratiekamer onder Wpr) en ρ 27-29 (overzicht van uit­
spraken rechter onder Wpr) en De Vnes 2004, ρ 260-261 met verwijzing naar Rb Arnhem 10 oktober 2003, 
LJN-nrAM3274 
l i l De Vnes 2004, ρ 261 
112 Kamerstukken /ƒ, 1997/1998, 25 892, nr 3, ρ 24 
113 Vgl ook Cbp 2003 









































De eis is neergelegd in artikel 9 Wbp dat bepaalt: 'persoonsgegevens worden niet 
verder verwerkt op een wijze die onverenigbaar is met de doeleinden waarvoor ze 
zijn verkregen'. 
De verantwoordelijke die persoonsgegevens voor een ander doel dan het ver-
zameldoel wil verwerken, dient die andere verwerking aan artikel 9 Wbp te toet­
sen. De verdere verwerking die van meer dan incidentele aard is, dient binnen een 
jaar bij het Cbp te worden gemeld."4 De verantwoordelijke die persoonsgegevens 
verstrekt aan een ander die de gegevens voor een ander doel wil gaan verwerken, 
dient die verstrekking ook aan artikel 9 Wbp te toetsen."5 
Onjuist is dus het oordeel van de rechtbank Leeuwarden dat de verzekeraar van 
de gefailleerde bevoegd is om gegevens van de gefailleerde aan de curator te ver­
strekken omdat de curator 'de taak heeft het vermogen van de gefailleerde te gelde 
te maken ten behoeve van diens schuldeisers in het maatschappelijk belang'. " 6 De 
verzekeraar mag die gegevens verstrekken indien en voorzover dat verstrekken 
verenigbaar is met het doel waarvoor de verzekeraar die gegevens verkreeg. 
Onjuist is ook het oordeel van de rechtbank Utrecht dat de internet service pro­
vider bevoegd is om gegevens van een abonnee aan de wederpartij van die abon­
nee te verstrekken omdat die verstrekking de gerechtvaardigde belangen (als 
bedoel in artikel 8 sub f Wbp) van die wederpartij dient."7 De provider mag dat 
als die verstrekking verenigbaar is met het doel waarvoor die provider de gegevens 
van de abonnee verkreeg. 
De rechtbank Amsterdam past artikel 9 Wbp juist toe door te oordelen dat de 
verwerking voor het verzameldoel conform artikel 9 Wbp is."8 Voorbeeld: ven­
nootschappen van het bankconcern verstrekken via (interne en externe) verwij­
zingsindexen gegevens van klanten die het bankconcern benadeeld hebben. De 
verstrekking is conform het doel waarvoor die gegevens verkregen werden. 
De verantwoordelijke moet bij de vaststelling of de verdere verwerking verenig­
baar is 'in elk geval rekening' houden met: (a) de verwantschap tussen het oor­
spronkelijke en het beoogde gebruiksdoel; (b) de aard van de gegevens; (c) de 
gevolgen van de verwerking voor betrokkene; (d) de wijze waarop de gegevens 
zijn verzameld en (e) de mate waarin jegens betrokkene wordt voorzien in pas­
sende waarborgen. De opsomming maakt de verdere verwerking wellicht beperk­
ter mogelijk dan de oorspronkelijke verwerking."9 De opsomming maakt de ver­
dere verwerking in ieder geval beperkter mogelijk dan in richtlijn 95/46/EG is 
voorzien.120 De verdere verwerking is daardoor wellicht beperkter mogelijk in 
Nederland dan in de andere Lid Staten.121 
114 Art 28 lid 3 Wbp 
115 Vermoedelijk anders Holleman 2005 
116 Rb Leeuwarden, 3 mei 1993, NJ 1994, 253 (Woudsend), vgl Cuijpers 2003, ρ 58 met verwijzing naar 
Overkleeft-Verburg 1994 
117 Rb Utrecht 9 juli 2002, LJN-nr AE5537 (Teleatlas/Planet media) 
118 Rb Amsterdam 12 februari 2004, LJN-nr A03649 (Broadcast Press) 
119 Vgl Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 89-93 en Cuijpers 2003, ρ 55 
120 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 90 
121 Korff2002, ρ 65 en Commissie 2003b, ρ 8 
Hoofdstuk 11 177 
De minister noemt naast de omstandigheden die voor de vaststelling van verenig-
baarheid van belang zijn, één omstandigheid die voor die vaststelling van ver-
enigbaarheid niet van belang is. De vraag of de verdere verwerking verenigbaar is, 
is volgens de minister een andere dan die of de verantwoordelijke of een ander 
verder verwerkt.122 De vraag wie de persoonsgegevens verder verwerkt is volgens 
de minister niet van belang. De visie van de minister betekent dat niet van belang 
is dat de verdere verwerking door een andere vennootschap die tot de groep 
behoort plaats vindt. Dat is niet anders als één vennootschap statutaire of con-
tractuele verantwoordelijke is voor hen.123 
De minister erkent echter dat de verwerking door dezelfde verantwoordelijke 
in de praktijk vaker verenigbaar zal zijn. De verenigbare verdere verwerking kan 
volgens het Cbp zelfs onverenigbaar worden wanneer een andere dan de verant-
woordelijke die verwerking verricht.124 De minister wekt volgens Blok dan ook 
'ten onrechte' de indruk dat niet van belang is wie verder verwerkt.125 
Onverschillig de omstandigheden die de verenigbaarheid van de verdere verwer-
king beïnvloeden, bepaalt de Wbp (conform richtlijn 95/46/EG) voor een aantal 
verdere verwerkingen of die wel of niet verenigbaar zijn. De verwerking voor his-
torische, statistische of wetenschappelijke doeleinden is bijvoorbeeld wel ver-
enigbaar op grond van artikel 9 lid 3 Wbp. De verantwoordelijke moet dan wel de 
nodige voorzieningen treffen ter verzekering dat de verdere verwerking voor die 
specifieke doeleinden plaatsvindt. 
De verdere verwerking is niet verenigbaar wanneer 'een geheimhoudingsplicht 
uit hoofde van ambt, beroep of wettelijk voorschrift daaraan in de weg staaf .nb 
De vraag is of daaronder ook de geheimhoudingsverplichting voor ondergeschik-
ten en niet ondergeschikten van de verantwoordelijke wordt verstaan.127 
De verenigbaarheid blijft buiten beschouwing bij de verdere verwerking (a) in 
het belang van de Staat; (b) de voorkoming, opsporing en vervolging van strafba-
re feiten; (c) gewichtige economische en financiële belangen van de Staat en 
andere openbare lichamen; (d) het toezicht op de naleving van wettelijke voor-
schriften die zijn gesteld ten behoeve van de belangen onder b en c; of (e) de 
bescherming van de betrokkene of van de rechten of vrijheden van anderen voor-
gaat.128 
122 Kamerslukken II, 1998/99, 25 892, nr. 13, p. 18 
123 Vgl.: Cbp 21 maart 2003, kenmerk z2OO2-0881 (relatiebestand Postbank ING Bank). 
124 Vgl : Cbp 21 maart 2003, kenmerk z2002-0881 (relatiebestand Postbank ING Bank), Cbp 9 mei 2003, kenmerk 
z20O2-1085 (onrechtmatige mailing door apotheek) en Cbp 6 april 2004, kenmerk z2003-l 178 (geheime num-
mers) 
125 Cuijpers 2003, ρ 59 
126 Art 9 1id4Wbp. 
127 Art 12 Wbp, Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 98. 
128 Art 43 Wbp 
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11.3.3 Bewaren 
Het beginsel van doelbinding is uitgewerkt in de artikelen 10 en 11 Wbp die (ook) 
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Het langer bewaren van persoonsgegevens dan noodzakelijk is voor de verwezen-
lijking van het doel van de verwerking is verboden op grond van artikel 10 Wbp. 
Het artikel is strikt genomen overbodig naast artikel 9 Wbp. Het bewaren is een 
verwerkingshandeling als bedoeld in artikel 1 sub b Wbp. Het langer bewaren van 
persoonsgegevens dan noodzakelijk is voor het doel, is een verdere verwerking als 
bedoeld is artikel 9 Wbp. Het langer bewaren mag dan niet onverenigbaar zijn met 
het oorspronkelijke verzameldoel. Is het dat wel, dan moet het bewaren gestaakt 
worden. 
Om dezelfde reden is artikel 10 lid 2 Wbp strikt genomen overbodig. Het arti-
kel staat toe persoonsgegevens voor historische, statistische en wetenschappelijke 
doeleinden 'langer te bewaren' dan nodig is voor de verwerkelijking van het ver-
zameldoel. Het langer bewaren voor die doeleinden valt ook onder artikel 9 Wbp 
en artikel 9 lid 3 Wbp bepaalt dat verdere verwerking voor historische, statistische 
of wetenschappelijke doeleinden niet onverenigbaar is. 
Overbodig is strikt genomen ook de toevoeging dat het bewaren van per-
soonsgegevens die de betrokkene niet identificeren, niet onder artikel 10 Wbp 
valt. Een gegeven dat betrokkene niet identificeert, is immers geen persoonsgege-
ven. De Wbp is op dat gegeven dus niet van toepassing. 
De bewaartermijn kan in een bijzondere wet gefixeerd zijn. De wetsgeschie-
denis noemt als voorbeeld artikel 7:454 BW. Dat artikel bepaalt de periode dat 
medische gegevens bewaard mogen worden op vijftien jaar. De periode dat gege-
vens voor de administratieplicht van artikel 2:10 BW bewaard (moeten) worden, 
is gefixeerd op zeven jaar. De termijnen dat de van melding vrijgestelde verwer-
kingen bewaard mogen worden, worden door het Vrijstellingsbesluit gefixeerd.129 
De overschrijding van de daarin bepaalde termijnen brengt mee dat de verwerking 
niet langer van melding is vrijgesteld. De termijnen voor vrijgestelde verwerkin-
gen vormen daarnaast een indicatie voor de niet vrijgestelde verwerkingen. De 
persoonsgegevens van sollicitanten mogen bijvoorbeeld niet langer bewaard wor-
den dan vier weken na beëindiging van de sollicitatieprocedure.130 De bewaarter-
mijn van in personeel- en salarisadministraties voorkomende gegevens bedraagt 
na beëindiging van het dienstverband twee jaar.131 Ik wijs tot slot op de bewaar-
termijnen in het kader van beveiliging en beheer.132 
De verplichting om niet te lang te bewaren roept vragen op wanneer verant-
woordelijken samenwerken. Voorbeeld: in het bankconcern bestaan de lokale 
bankkantoren uit een bancaire en een verzekeringsvennootschap. De vennoot-
schappen zijn afzonderlijk verantwoordelijke. De verantwoordelijken gebruiken 
één klantendatabase. De vraag rijst wat te doen wanneer een klantgegeven door de 
ene verantwoordelijke nog bewaard mag worden en door de andere niet meer. Die 
vraag speelt niet bij statutaire of contractuele verantwoordelijkheid. Dan geldt de 
langste bewaartermijn. 
129 Art 29 hd 2 sub e Wbp f Sib 2001, 250 
130 Art. 5 lid 1 j 0 lid 6 Vrijstellingsbesluit 
131 Art. 7 hd 1 j° lid 5 en 8 lid 1 j" 5 Vrijstellingsbesluit 
132 Art. 29-38 Vrijstellingsbesluit 
180 Normering 
11.3.4 Toereikend en nauwkeurig 
Ook artikel 11 Wbp vormt een uitwerking van het beginsel van doelbinding. Het 
artikel bepaalt dat persoonsgegevens 'toereikend, ter zake dienend en niet boven-
matig'1 mogen zijn. Het bepaalt voorts dat persoonsgegevens 'juist en nauwkeurig'' 
moeten zijn.133 Het hangt van het doel van de verwerking af of aan artikel 11 Wbp 
is voldaan. 
Artikel 11 Wbp is naast de artikelen 6 en 9 Wbp strikt genomen overbodig. 
Artikel 6 Wbp bepaalt namelijk dat persoonsgegevens behoorlijk en zorgvuldig 
verwerkt moeten worden. De verwerking die onjuist is of onnauwkeurig is met die 
bepaling in strijd. Artikel 9 Wbp bepaalt dat de verwerking van persoonsgegevens 
niet onverenigbaar mag zijn met het verzameldoel. De verwerking die niet toerei-
kend of bovenmatig is, is in strijd met die bepaling. 
De verplichting van artikel 11 Wbp veroorzaakt problemen wanneer verant-
woordelijken samenwerken. Voorbeeld: in het bankconcern bestaan de lokale 
bankkantoren uit een bancaire en een verzekeringsrechtspersoon. Die rechtsper-
sonen zijn afzonderlijk verantwoordelijke. Die verantwoordelijken gebruiken één 
klantendatabase. Denkbaar is dan dat een klantgegeven voor de ene rechtspersoon 
wel en voor de andere niet toereikend en terzake dienend is. Die onduidelijkheid 
speelt niet bij statutaire of contractuele verantwoordelijkheid. 
11.3.5 Beveiliging 
De verplichting om te beveiligen vormt de volgende verplichting in verband met 
de rechtmatigheid van de verwerking (figuur 42). 
De verplichting om te beveiligen is neergelegd in artikel 13 Wbp. Het artikel ziet 
op zowel technische als organisatorische beveiligingsmaatregelen. De technische 
maatregelen betreffen volgens Van Blarkom en Borking de 'logische en fysieke 
maatregelen in en rondom de informatiesystemen'.134 Denk aan toegangsbeveili-
ging, cryptografische beveiliging en Privacy Enhancing Technologies (hierna: 
PET). 
De organisatorische maatregelen betreffen de inrichting van de organisatie en 
van de verwerking. Die maatregelen vereisen dat een beveiligingsbeleid wordt 
gevoerd. Dat misdaadverslaggever De Vries in 2004 de pc van de Amsterdamse 
Officier van Justitie Tonino in handen kon krijgen, indiceert dat de organisatori-
sche beveiliging op het parket in Amsterdam niet naar behoren is (of was). Daar 
doet niet aan af dat Tonino de pc gebruikte om thuis te werken. De Code voor 
Informatiebeveiliging beschrijft wat een beveiligingsbeleid omvat.135 Niet alleen 
133 Blijkens Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 97 houdt art 11 lid 2 Wbp een inspanningsverplichting 
in De juistheid van de gegevens hoeft door de verantwoordelijke niet gegarandeerd te worden 
134 Van Blarkom en Borking 2001, ρ 14 
135 Vgl Code voor Informatiebeveiliging 2000, <wwwcvibnl> De Code stelt normen voor beveiliging van infor­
matie In de private sector gelden de normen als 'best practice' De code is gebaseerd op de Bntse Standaard 
BS 7799, <www bsi-global com> 









































het voorlichten van personeel komt er in aan de orde, maar ook het creëren van 
autorisatieniveaus, zoals dat bijvoorbeeld bij het olieconcern gebeurt, en het 
screenen van personeel, zoals dat bijvoorbeeld bij het bankconcern gebeurt. 
De beveiligingsmaatregelen moeten persoonsgegevens beschermen tegen 
onrechtmatige verwerking.136 De beveiliging die onvoldoende is en die een 
onrechtmatige verwerking veroorzaakt, is in strijd met artikel 6 Wbp. Dat betekent 
niet dat artikel 13 Wbp overbodig is naast artikel 6 Wbp. De beveiliging die onvol-
doende is, maar geen onrechtmatige verwerking veroorzaakt, is niet in strijd met 
artikel 6 Wbp. Die beveiliging is in strijd met artikel 13 Wbp. Van belang voor 
mijn onderzoek is dat het rechtspersonenrecht wel de verplichting bevat om niet 
onrechtmatig te verwerken, maar niet de (zelfstandige) verplichting om te bevei-
ligen.137 
De beveiligingsmaatregelen moeten 'een passend beveiligingsniveau, garan-
deren. Of de maatregelen dat niveau garanderen, hangt van drie factoren af: (1) de 
stand van de techniek; (2) de kosten van de tenuitvoerlegging en (3) de risicio's 
die de aard van de gegevens en het gebruik daarvan met zich meebrengen. De 
stand van de techniek wordt bepaald door de technische maatregelen die op dat 
moment beschikbaar zijn. Achterhaalde technieken zijn niet passend.138 De ver-
antwoordelijke hoeft niet de nieuwste maatregelen te treffen139, maar hij moet een 
afweging maken tussen de kosten van de maatregelen en het effect dat die maat-
regelen op de beveiliging hebben.140 De aard van de gegevens en van de verwer-
king moeten in die afweging worden betrokken. De eisen worden hoger naarmate 
de gegevens een intiemer karakter hebben141 en/of als de verwerking een grotere 
bedreiging van de persoonlijke levenssfeer vormt.142 Aan de beveiliging bij het 
bankconcern worden bijvoorbeeld hogere eisen gesteld dan aan de beveiliging van 
het olieconcern143, wat overigens niet wegneemt dat het olieconcern bij bepaalde 
personeelsgegevens, zoals gegevens over ziekte, een hoog niveau van beveiliging 
moet nastreven. De beveiliging die aan de eisen van artikel 13 Wbp voldoet, is 
passend, ook als die beveiliging doorbroken wordt.144 
De beveiligingsmaatregelen moeten tenslotte de niet noodzakelijke verzame-
ling en verder verwerking van persoonsgegevens voorkomen. De richtlijn bevat 
deze eis niet.145 Artikel 13 Wbp probeert met deze eis de inzet van PET te stimu-
leren. PET vormen het geheel van ICT toepassingen, dat persoonsgegevens beoogt 
te beschermen door die gegevens te verwijderen en te verminderen.146 PET zijn 
136 Van Blarkom en Borkmg 2001, 15 
137 Vgl paragraaf 7 2 
138 Van Blarkom en Borking 2001, ρ 21 
139 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 99 
140 Van Blarkom en Borking 2001, ρ 21 
141 Van Blarkom en Borking 2001, ρ 31-34 verdelen perioonsgcgevens in vier risicoklassen, ter inschatting van 
het vereiste beveiligingsniveau Naarmate een persoonsgegeven voorkomt in een hogere risicoklasse wordt het 
beveiligingsniveau hoger 
142 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 99 
143 Van Blarkom en Borking 2001, ρ 32 
144 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 99 
145 Vgl art 17 nchtlljn 95/46/EG De eis is bij amendement aan art 13 Wbp toegevoegd, vgl Kamerstukken II, 
1999/2000, 25 892, nr 22 
146 Cbp 2002a, ρ 2 
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volgens Van Blarkom en Borking meer dan een beveiligingsmaatregel: ze maken 
volgens hen een verwerking van persoonsgegevens mogelijk die voldoet aan alle 
verplichtingen van de Wbp.'47 
PET komen na de inwerkingtreding van de Wbp niet van de grond. '48 Borking 
voert als eerste verklaring aan dat persoonsgegevens niet door een technische 
maatregel alleen te beveiligen zijn.149 Borking voert als tweede verklaring aan dat 
PET als kostenverhogend worden gezien.150 PET worden volgens het Cbp wellicht 
verplicht wanneer er minder kostbare (vormen van) PET voorhanden zijn.151 Om 
de toepassing van PET in de openbare sector te stimuleren heeft het ministerie van 
Binnenlandse Zaken en Koninkrijksrelaties (in samenwerking met Borking) het 
Witboek PET uitgebracht.152 
Ook de verplichting van artikel 13 Wbp veroorzaakt problemen wanneer ver-
antwoordelijken samenwerken. Voorbeeld: in het bankconcern bestaan de lokale 
bankkantoren uit een bancaire en een verzekeringsrechtspersoon. De vennoot-
schappen zijn afzonderlijk verantwoordelijke. De verantwoordelijken gebruiken 
één klantendatabase. De vraag rijst of de verantwoordelijken beveiligingsmaatre-
gelen ten opzichte van elkaar moeten treffen. Het probleem speelt niet wanneer 
sprake is van statutaire of contractuele verantwoordelijkheid. 
11.3.6 Bewerkers en intern beheerders 
De onderhavige paragraaf bespreekt de verplichtingen die de Wbp in verband met 
de rechtmatigheid van de verwerking bevat. De verantwoordelijke dient aan die 
verplichtingen altijd te voldoen. De Wbp bevat in verband met de rechtmatigheid 
van de verwerking voorts verplichtingen voor de verantwoordelijke die een intern 
beheerder of een bewerker inschakelt (figuur 43).153 De Wbp beoogt met die ver-
plichtingen de aansprakelijkheid van de verantwoordelijke voor de intern beheer-
der of de bewerker te vestigen.154 
147 Van Blarkom en Borking 2001, ρ 23, vgl De Rooij 2003 
148 Commission 2003a, ρ 25. actiepunt nr 8 betreft de promotie van PET; Borking 2002, ρ 201, Kroon e a 2004 
en Borking en Kroon 2005, ρ 202 
149 Borking 2002, ρ 201 
150 Borking 2002, ρ 201. 
151 Cbp 2002a, ρ 18, vgl · De Rooij 2003, p. 212 
152 Ministerie Binnenlandse Zaken en Komnknjksrelaties 2004. 
153 Art. 12, 14, 15 en 49 Wbp 









































Hoofdstuk II 185 
De verantwoordelijke die een intern beheerder of een bewerker inschakelt, moet 
zorgen dat die intern beheerder of die bewerker (of diens intern beheerders) de 
persoonsgegevens in zijn opdracht verwerkt.155 De verantwoordelijke moet voorts 
zorgen dat de intern beheerder of de bewerker persoonsgegevens die hij verwerkt, 
geheim houdt.156 De verantwoordelijke is aansprakelijk als de intern beheerder of 
de bewerker niet in zijn opdracht verwerkt of als hij de persoonsgegevens die hij 
verwerkt niet geheim houdt.157 
De verantwoordelijke die een bewerker inschakelt moet bovendien zorgen dat 
de bewerker persoonsgegevens beveiligt. De verantwoordelijke is aansprakelijk 
als de bewerker dat niet (voldoende) doet.158 De verantwoordelijke die een bewer-
ker inschakelt, is voorts verplicht om met die bewerker een overeenkomst te slui-
ten. De verantwoordelijk die een bewerker inschakelt die in een andere Lid Staat 
is gevestigd, dient tot besluit te zorgen dat die bewerker het recht van dat land 
nakomt.159 
De verantwoordelijke die een bewerker of een intern beheerder inschakelt, 
moet er tenslotte voor zorgen dat die bewerker of intern beheerder de in artikel 12 
Wbp genoemde voorschriften van de Wbp naleeft. De verantwoordelijke hoeft er 
(a contrario) blijkbaar niet op toe te zien dat de andere voorschriften van de Wbp 
worden nageleefd. 
11.3.7 Afronding 
De Wbp bevat voor elke verwerking van persoonsgegevens verplichtingen die de 
rechtmatigheid van de verwerking betreffen. De Wbp bevat in dat verband in de 
eerste plaats de verplichting om niet onrechtmatig te verwerken. 
De Wbp bevat voorts de verplichting om persoonsgegevens conform een doel 
te verwerken. De verplichting vereist dat persoonsgegevens verzameld worden 
voor een doel dat welbepaald, omschreven en gerechtvaardigd is. Het doel is 
gerechtvaardigd als het op een van de door de Wbp genoemde grondslagen te 
baseren is. De grondslagen die van belang zijn voor de private organisatie die per-
soonsgegevens gebruikt, zijn: de toestemming van betrokkene, de uitvoering van 
de overeenkomst met de betrokkene en de uitvoering van het gerechtvaardigd 
belang van de verantwoordelijke. De verplichting om persoonsgegevens doelcon-
form te verwerken vereist voorts dat de verwerking door de verantwoordelijke (of 
door een ander) verenigbaar is met het verzameldoel. Het hangt op grond van de 
Wbp, anders dan op grond van de richtlijn, (onder andere) van de in de Wbp 
genoemde omstandigheden af of dat het geval is. De verplichting om doelconform 
te verwerken vereist tenslotte dat persoonsgegevens niet te lang bewaard mogen 
worden en dat niet meer gegevens verwerkt mogen worden dan voor het doel 
noodzakelijk is. 
155 Art. 12 Wbp ƒ 15 Wbp. 
156 Art. 12 j 0 15 Wbp. 
157 Art. 12 Wbp 
158 Art. 14 (1) en (3) sub b Wbp 
159 Art 14 Wbp 
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De Wbp bevat in verband met de rechtmatigheid van de verwerking in de derde 
plaats de verplichting om de verwerking van persoonsgegevens te beveiligen. De 
laatste verplichting in verband met de rechtmatigheid betreft die om de ingescha-
kelde intern beheerder of bewerker te verplichten om in opdracht van de verant-
woordelijke te verwerken. 
11.4 Verwerking bijzondere persoonsgegevens 
De Wbp bevat behalve verplichtingen die de rechtmatigheid van elke verwerking 
betreffen, verplichtingen die de rechtmatigheid van de verwerking van bijzondere 
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De bijzondere persoonsgegevens betreffen iemands godsdienst of levensovertui­
ging, ras, politieke gezindheid, gezondheid, seksuele leven of lidmaatschap van 
een vakvereniging. Ook strafrechtelijke persoonsgegevens en persoonsgegevens 
betreffende een opgelegd verbod naar aanleiding van onrechtmatig of hinderlijk 
gedrag worden door de Wbp als bijzondere persoonsgegevens aangemerkt.160 
De verwerking van bijzondere gegevens is in beginsel verboden.161 De gedach­
te achter dat verbod is dat de verwerking van bijzondere gegevens een gevaar voor 
de fundamentele rechten en vrijheden van de betrokkene vormt.162 Op het verbod 
om bijzondere gegevens te verwerken, bestaat een groot aantal vrijstellingen. De 
vrijstellingen vormen volgens de Commissie een 'closed list'.163 
De Wbp bevat (conform de richtlijn) geen vrijstellingen voor de verwerking 
die geen gevaar voor de fundamentele rechten en vrijheden van de betrokkene 
vormt.164 De Commissie wijst voorstellen voor een dergelijke vrijstelling165 van de 
hand.166 
De algemene vrijstellingen op het verbod om bijzondere persoonsgegevens te 
verwerken, staan in artikel 23 Wbp. De algemene vrijstellingen gelden voor alle 
categorieën bijzondere gegevens. De artikelen 17 tot en met 22 Wbp bevatten spe-
cifieke vrijstellingen die gelden per categorie van bijzondere persoonsgegevens. 
De verantwoordelijke die bijzondere persoonsgegevens verwerkt, moet dat op 
basis van één van de algemene of specifieke vrijstellingen doen. De verwerking 
waarvoor de Wbp een vrijstelling bevat, moet ook voldoen aan de 'overige' voor-
waarden voor de rechtmatigheid.167 Dat is alleen anders bij de door de wet voor-
geschreven verwerking van identificatienummers, zoals het burgerservicenum-
mer.168 De verwerking van die nummers is slechts toegestaan ter uitvoering van de 
betreffende wet. De vrijstellingen worden hier besproken voor zover ze bij het 
beheer van persoonsgegevens door (groepen van) vennootschappen van belang 
(kunnen) zijn. 
11.4.1 A Igemene vrijstellingen 
De vrijstellingen die voor alle categorieën van bijzondere persoonsgegevens gel-
den, staan in artikel 23 Wbp. Het artikel bepaalt dat het verbod om bijzondere per-
soonsgegevens te verwerken niet van toepassing is, voor zover: 
a. betrokkene daarin uitdrukkelijk heeft toegestemd; 
b. betrokkene de gegevens duidelijk openbaar heeft gemaakt; 
c. noodzakelijk voor de vaststelling, uitoefening of verdediging van een recht in 
rechte; 
160 Art 16 Wbp 
161 Art 16 Wbp 
162 Overweging 33, richtlijn 95/46/EG 
163 Commission 2003b, ρ 45 
164 Vgl Holvast en Rodngues 2005 
165 Vgl Proposals for Amendment (annex) door Finland, Oostenrijk, Verenigd Koninkrijk en Zweden, ρ 9 en 
BRTF 2004, ρ 22 
166 Commisson 2003b, ρ 45^6 
167 Kamerslukken ƒ/, 1997/1998, 25 892, nr 3, ρ 101 
168 Voorheen sofi-nummer 
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d. noodzakelijk ter voldoening aan een volkenrechtelijke verplichting; of 
e. noodzakelijk met het oog op een zwaarwegend algemeen belang. 
De vrijstelling die artikel 23 Wbp niet noemt en de richtlijn 95/46/EG wel is de 
verwerking die noodzakelijk is om arbeidsrechtelijke rechten en plichten uit te 
voeren.169 De onderdelen a, b en e van artikel 23 Wbp licht ik toe: onderdeel c 
spreekt voor zich en onderdeel d doet zich in het reguliere bedrijfsleven minder 
snel voor. Ook de vrijstelling voor de verwerking van bijzondere gegevens voor 
wetenschappelijk onderzoek en statistiek, die te vinden is in artikel 23 lid 2 Wbp, 
blijft buiten beschouwing omdat die uitzondering zich in het reguliere bedrijfsle-
ven minder snel voordoet. 
a. betrokkene stemt uitdrukkelijke toe 
De verwerking van bijzondere persoonsgegevens is in de eerste plaats toegestaan 
als de betrokkene daar 'uitdrukkelijk' in toestemt.170 Voor de verwerking van bij-
zondere gegevens is stilzwijgende toestemming (dus) niet toereikend. De betrok-
kene 'dient in woord, schrift of gedrag uitdrukking te hebben gegeven aan zijn 
wil\m 
Twee zaken moeten bij de verwerking van bijzondere gegevens op grond van 
toestemming in de gaten worden gehouden. Ten eerste dat de betrokkene in vrij-
heid toestemt. Het is niet duidelijk in hoeverre de betrokkene in vrijheid toestemt 
als hij in een hiërarchische verhouding tot de verantwoordelijke staat. Het is, zoals 
we in paragraaf 11.3.2 zagen, dus niet duidelijk in hoeverre de verwerking van bij-
zondere gegevens van werknemers is toegestaan. 
Ten tweede moet bij de verwerking op grond van toestemming in de gaten wor-
den gehouden dat toestemming aan de ene vennootschap geen vrijstelling op het 
verbod om bijzondere gegevens creëert voor de andere vennootschap. De formeel-
juridische uitleg van de verantwoordelijke brengt dat met zich mee. De vennoot-
schappen die deel van een groep uitmaken, moeten dus afzonderlijk toestemming 
van de betrokkene vragen om een bepaald bijzonder gegeven te mogen verwerken. 
Dat is alleen anders bij statutaire of contractuele verantwoordelijkheid.172 
Door het specifieke karakter van de overige vrijstellingen is uitdrukkelijke toe-
stemming in het bedrijfsleven regelmatig nodig. 
b. betrokkene maakt openbaar 
De verwerking van bijzondere persoonsgegevens is in de tweede plaats toegestaan 
als de betrokkene die gegevens openbaar heeft gemaakt. De openbaarmaking 
hoeft, in tegenstelling tot toestemming, geen betrekking op de beoogde verwer-
king te hebben. De openbaarmaking moet daarom 'duidelijk' zijn: betrokkene 
169 Vgl art 8 lid 2 nchtlyn 95/46/EG, KorfT 2002, ρ 88, Commissie 2003b, ρ 13 en Commission 2003a, ρ 14 
170 Over toeslemming, vgl paragraaf 113 2 
171 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 67 
172 Uitgebreid, vgl paragraaf 8 4 2 
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moet de intentie hebben het gegeven openbaar te maken. Om die reden geldt de 
zichtbare handicap van de betrokkene in beginsel niet als uitdrukkelijk openbaar 
gemaakt.173 
Of betrokkene vrijwillig openbaar maakt of op basis van een wettelijk voor-
schrift is niet van belang.174 De klant van het bankconcern die zich met behulp van 
zijn paspoort identificeert, aangezien hij daartoe krachtens de Wwft verplicht is, 
maakt zijn ras openbaar. Dat betekent vermoedelijk niet dat zijn ras vervolgens 
binnen het gehele bankconcern als openbaar beschouwd mag worden. 
e. noodzakelijk met het oog op een zwaarwegend belang 
De verwerking van (alle) bijzondere persoonsgegevens is tenslotte toegestaan 
wanneer dat met het oog op een zwaarwegend algemeen belang noodzakelijk is. 
De verwerking op basis van die vrijstelling is toegestaan op basis van een bijzon-
dere wet of een beschikking van het Cbp. Aan twee criteria wordt getoetst. Aan de 
noodzakelijkheid met het oog op een zwaarwegend algemeen belang en aan de 
aanwezigheid van passende waarborgen ter bescherming van de persoonlijke 
levenssfeer.175 
11.4.2 Specifieke vrijstellingen 
De vrijstellingen per categorie van bijzondere persoonsgegevens staan in de arti-
kelen 17 tot en met 22 Wbp. 
11.4.2.1 Persoonsgegevens betreffende godsdienst of levensbeschouwing 
Artikel 17 Wbp bevat vrijstellingen op het verbod om gegevens betreffende 
iemands godsdienst of levensbeschouwing te verwerken. Artikel 17 staat de ver-
werking van die gegevens toe door instellingen van godsdienstige of levensbe-
schouwelijke aard.176 Voor het bedrijfsleven creëert het artikel geen vrijstelling op 
het verbod. Artikel 17 Wbp voorziet bijvoorbeeld niet in een vrijstelling voor de 
registratie van geloofsovertuiging om islamitische werknemers een passend kerst-
pakket aan te kunnen bieden. 
11.4.2.2 Persoonsgegevens betreffende ras 
De vrijstellingen op het verbod om gegevens betreffende iemands ras te verwer-
ken, staan in artikel 16 Wbp. De gegevens die direct iemands ras betreffen, vor-
men rasgegevens. Denk aan gegevens betreffende huidskleur, afkomst en nationa-
le of etnische afstamming.177 De gegevens die niet direct iemands ras betreffen, 
173 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 123. 
174 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 123. 
175 Onderdeel e beoogt een wettelijke basis bieden voor de verwerking van bijzondere gegevens waartoe een ver­
antwoordelijke op grond van het arbeidsrecht verplicht of gerechtigd is, vgl art 8 (2) sub b richtlijn 95/46/EG 
Op dit punt is de richtlijn niet correct geïmplementeerd, vgl.: Commissie 2003b ρ 13 en Korff 2002, ρ 88-90. 
176 Ook ziekenhuizen, bejaardentehuizen en onderwijsinstellingen op godsdienstige ol' levensbeschouwelijke 
grondslag worden er onder begrepen 
177 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 102.'Ras'wordt ruim uitgelegd Het omvat het in artikel 8 richt­
lijn 95/46/EG gehanteerde 'raciale of etnische afkomst' 
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bijvoorbeeld iemands geboorteplaats, vormen geen rasgegevens.17" De gegevens 
van een bevolkingsgroep met een bepaalde sociaal-culturele achtergrond weer 
wel.179 
Artikel 18 Wbp bevat twee vrijstellingen op het verbod om rasgegevens te ver-
werken. Ten eerste is toegestaan de verwerking voor identificatiedoeleinden. Als 
voorbeeld noemt de wetsgeschiedenis van foto's voorziene identiteitspassen voor 
toegangscontrole bij betreding van het gebouw waar iemand werkzaam is.180 
Artikel 18 Wbp vereist wel dat de verwerking ter identificatie onvermijdelijk is. 
Voor een multinational kan een pasjes-systeem bijvoorbeeld onvermijdelijk zijn. 
Voor het (van foto's voorziene) smoelenboek is de vrijstelling dus niet bedoeld.181 
Ten tweede staat artikel 18 Wbp de verwerking van rasgegevens toe in het 
kader van een voorkeursbeleid voor minderheden. Het voorkeursbeleid moet vol-
doen aan artikel 2 Algemene wet gelijke behandeling. Dat betekent dat het gericht 
moet zijn op het opheffen of verminderen van feitelijke ongelijkheden van bepaal-
de etnische of culturele minderheden.182 Het gebruik van rasgegevens moet boven-
dien noodzakelijk voor het voorkeursbeleid zijn; slechts bepaalde rasgegevens 
mogen gebruikt worden en betrokkene moet geen schriftelijk bezwaar hebben 
gemaakt. 
11.4.2.3 Persoonsgegevens betreffende politieke gezindheid 
Artikel 19 Wbp bevat twee vrijstellingen op het verbod om persoonsgegevens over 
iemands politieke gezindheid te verwerken. De beide vrijstellingen zijn voor het 
beheer van persoonsgegevens door (groepen van) vennootschappen van weinig 
belang. De eerste vrijstelling betreft namelijk de verwerking door instellingen op 
politieke grondslag. De tweede betreft de verwerking in verband met vervulling 
van functies bij bestuursorganen en adviescolleges. 
11.4.2.4 Persoonsgegevens betreffende lidmaatschap vakvereniging 
Van weinig belang voor het beheer van persoonsgegevens door (groepen van) ven-
nootschappen is ook de vrijstelling van artikel 20 Wbp. Het artikel stelt de ver-
werking vrij van persoonsgegevens betreffende lidmaatschap bij een vakvereni-
ging, wanneer het door de betreffende vakbond of vakcentrale plaatsvindt. 
11.4.2.5 Persoonsgegevens betreffende gezondheid 
De vrijstelling van artikel 21 Wbp is voor het beheer van persoonsgegevens door 
(groepen van) vennootschappen wel relevant. De bepaling creëert vrijstellingen op 
het verbod om gegevens betreffende iemands gezondheid te gebruiken. Dat zijn 
niet alleen gegevens die een arts in het kader van onderzoek of behandeling 
gebruikt, maar alle gegevens die de lichamelijke of geestelijke gezondheid van 
178 Kamerstukken 11, 1997/1998, 25 892, nr 3, ρ 106 
179 Van Helden 2000 
180 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 104-105. 
181 Anders Cbp 2007, 15 en 29, vgl Berkvens 2008, ρ 100 
182 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 105 
Hoofdstuk 11 191 
iemand betreffen. Dat betekent dat het enkele gegeven dat iemand ziek is, een 
gezondheidsgegeven is.183 Dat geldt ook een 'erfelijkheidsgegeven', waar artikel 
21 lid 4 Wbp een specifieke vrijstelling voor creëert. 
Voor het bedrijfsleven komt doorgaans slechts de vrijstelling van artikel 21 lid 
1 sub f Wbp in beeld. Die bepaling stelt vrij de verwerking van gezondheidsgege-
vens door werkgevers en 'instellingen die te hunnen behoeve werkzaam zijn'. De 
verwerking dient noodzakelijk te zijn voor: (1) een goede uitvoering van wettelij-
ke voorschriften; pensioenregelingen of collectieve arbeidsovereenkomsten die 
voorzien in aanspraken die afhankelijk zijn van de gezondheidstoestand van 
betrokkene; of (2) de reïntegratie of begeleiding van werknemers of uitkeringsge-
rechtigden in verband met ziekte of arbeidsongeschiktheid. De verwerking voor 
die doelen dient bovendien door personen met een (wettelijke of contractuele) 
geheimhoudingsplicht te geschieden.184 
Ondanks de omvangrijke toelichting op de vrijstelling wordt niet duidelijk wat 
de betekenis is van de uitdrukking 'instellingen die te hunnen behoeve werkzaam 
zijn'. Daardoor is onduidelijk hoe de vrijstelling voor groepen van vennootschap-
pen begrepen moet worden. 
Voorbeeld: alle werknemers in het olieconcern van hoofdstuk 2 zijn in dienst 
van één vennootschap. Die vennootschap detacheert de werknemers bij de ver-
schillende werkmaatschappijen. De detacherende vennootschap en de werkmaat-
schappijen zijn (zelfstandig) verantwoordelijke. De detacherende vennootschap 
beheert de personeelsadministratie. Die vennootschap wisselt met de werkmaat-
schappijen gegevens van werknemers uit, waaronder gezondheidsgegevens. De 
vrijstelling van artikel 21 lid 1 sub f Wbp roept de vraag op wie hier 'werkgever' 
is, of zijn: de detacherende vennootschap of de verschillende werkmaatschappij-
en. Vermoedelijk is dat de detacherende vennootschap.185 De vraag is dan of de 
werkmaatschappij te beschouwen is als een instelling die voor de werkgever werk-
zaam is. De vraag is dus of artikel 21 lid 1 sub f Wbp de werkmaatschappij toe-
staat de gegevens te verwerken. Voor zover beiden als 'werkgever' beschouwd 
mogen worden, rijst de vraag of het uitwisselen als zodanig onder de vrijstelling 
van artikel 21 lid 1 sub f Wbp valt. 
De overige vrijstellingen van artikel 21 Wbp zien op de verwerking door 
bepaalde verantwoordelijken, zoals verzekeraars. De verzekeraar mag gezond-
heidsgegevens verwerken om de verzekeringsovereenkomst uit te voeren en om 
het te verzekeren risico te beoordelen.186 De richtlijn noemt die laatste mogelijk-
heid niet (expliciet). De vrijstelling brengt mee dat de gezondheidsgegevens die 
de verzekeringsvennootschappen van het bankconcern verwerken niet in de data-
base van een lokaal bankkantoor opgeslagen mogen worden. Dat kantoor bestaat 
namelijk uit een bancaire en een verzekeringsvennootschap. De vrijstelling is 
slechts voor de verzekeringsrechtsvennootschap van toepassing. Dat roept de 
183 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 109 
184 Welke eis naast art. 12 lid 2 Wbp overbodig is, vgl · paragraaf 11 3.6 
185 Vgl.: paragraaf 4 8 4 
186 Art 21 (1) sub b Wbp 
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vraag op hoe de vrijstelling moet worden uitgelegd wanneer de bancaire vennoot-
schap als statutaire of contractuele verantwoordelijke is aangewezen voor de ver-
zekeringsvennootschap . 
11.4.2.6 Strafrechtelijke persoonsgegevens 
De specifieke vrijstellingen voor de verwerking van strafrechtelijke gegevens 
staan in artikel 22 Wbp. De vraag is wat strafrechtelijke gegevens zijn. De wets-
geschiedenis omschrijft strafrechtelijke gegevens als gegevens over veroordelin-
gen en over 'min of meer gegronde verdenkingen', zijnde 'concrete aanwijzingen' 
omtrent 'mogelijk verwijtbaar gedrag'. 187 De Wbp verstaat onder strafrechtelijke 
gegevens ook gegevens over een rechtelijk verbod naar aanleiding van onrecht-
matig of hinderlijk gedrag.188 De richtlijn noemt die gegevens niet als strafrechte-
lijke gegevens.189 
De verantwoordelijke in de private sector is toegestaan 'te eigen behoeve' 
strafrechtelijke gegevens te verwerken. Die verwerking moet wel één van de vol-
gende drie doeleinden dienen.190 
1. Het beoordelen van een verzoek van de betrokkene om een beslissing over 
hem te nemen. Een voorbeeld levert de verwerking van strafrechtelijke per-
soonsgegevens van sollicitanten. De bank is op basis van de Wft, min of meer 
verplicht sollicitanten op een crimineel verleden te screenen.191 
2. Het beoordelen van de betrokkene om een prestatie aan hem te leveren. 
Daarbij is te denken aan de verwerking van strafrechtelijke gegevens van 
potentiële klanten door bedrijfsonderdelen van het bankconcern. Die verwer-
king geschiedt onder omstandigheden voor Customer due diligence (hierna: 
Cdd).192 Cdd geschiedt door het bankconcern om het risico van bepaalde klan-
ten te beoordelen. 
3. Het beschermen van de belangen van de verantwoordelijke als het gaat om 
strafbare feiten die zijn of zullen worden gepleegd tegenover hem of tegenover 
personen bij hem in dienst. Het houden van cameratoezicht is onder deze vrij-
stelling te brengen. Het registreren van strafrechtelijke gegevens van klanten 
door de verantwoordelijken van het bankconcern ook. Het is vanwege deze 
vrijstelling niet toegestaan die gegevens te verstrekken aan andere verant-
woordelijken (al dan niet tot het bankconcern behorend). Het ophangen van 
een foto van een dief door de bestolen winkelier valt wellicht ook onder deze 
vrijstelling, maar is waarschijnlijk niet in overeenstemming met overige eisen 
van de Wbp.193 
187 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 118 
188 Art 22 (6) Wbp 
189 Art 8 (1) richtlijn 95/46/EG en Commissie 2003b, ρ 11 
190 Art 22 lid 2 Wbp 
191 Vgl paragraaf 2 I 2 en Kuus 2004, 118-119 
192 Vgl de inmiddels vervallen Regeling CDD kredietinstellingen en verzekeraars, DNB en PVK 2003b, die 
voortvloeit uit Besluit Integere Bedrijfsvoering kredietinstellingen en verzekeraars, Stb 2003,396 voor banken 
ten dele gebaseerd op Basel Committee on Banking Supervision 2001 en voor verzekeraars ten dele gebaseerd 
op Financial Action Taskforce on Money Laundery 2003 Vgl ook Kuus 2004, ρ 119-120 
193 Aan beantwoording van die vraag kwam de rechtbank Amsterdam evenwel met toe, omdat het ophangen van 
de foto ook in stnjd met het portretrecht van de dief (art 21 j 0 23 Aw) was, vgl Rb Amsterdam, 26 augustus 
2004, LJN-nr AQ7877, waarover Holvast, Rodngues en Merkus 2004 
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Voor de verwerking van strafrechtelijke persoonsgegevens 'ten behoeve van der-
den' bevat artikel 22 lid 4 Wbp een drietal vrijstellingen. Ten eerste mag de ver-
antwoordelijke met een vergunning op basis van de Wet particuliere beveiligings-
organisaties en recherchebureaus strafrechtelijke gegevens aan derden verstrek-
ken.194 
Ten tweede is de uitwisseling van strafrechtelijke gegevens toegestaan tussen 
rechtspersonen die een groep in de zin van artikel 2:24b BW vormen. Verstrekking 
van strafrechtelijke gegevens van klanten uit de interne incidentenregisters door 
de ene aan de andere rechtspersoon van het bankconcern is dus vanwege deze vrij-
stelling geoorloofd. 
Ten derde staat artikel 22 lid 4 sub c Wbp toe de verwerking van strafrechte-
lijke gegevens ten behoeve van derden wanneer door het Cbp voorafgaand onder-
zoek is gedaan en wanneer daarnaast waarborgen195 worden getroffen. Deze vrij-
stelling biedt de vennootschappen van het bankconcern de mogelijkheid bepaalde 
gegevens van klanten uit het externe verwijzingsregister te verstrekken aan ande-
re financiële instellingen. De financiële instellingen bieden waarborgen in de 
vorm van en neergelegd in het protocol 'Incidentenwaarschuwingssysteem finan-
ciële instellingen'.196 Daarin wordt onder meer gewaarborgd dat strafrechtelijke 
gegevens geregistreerd worden in het incidentenregister van de verantwoordelijke 
die daarmee geconfronteerd werd. De verantwoordelijke verstrekt in eerste instan-
tie slechts verwijzingsgegevens aan andere verantwoordelijken. De verantwoorde-
lijke die constateert dat de gegevens van een te accepteren klant matchen met de 
verwijzingsgegevens van een (voormalige) klant van een andere verantwoordelij-
ke, kan met die andere verantwoordelijke contact opnemen. De toetsing van gege-
vens aan de verwijzingsgegevens van andere verantwoordelijken wordt geregis-
treerd. 
Op de vrijstelling van artikel 22 lid 4 sub c Wbp wordt volgens het Cbp 'meer 
dan wenselijk' een beroep gedaan.197 Om die reden heeft het Cbp bij de minister 
van Justitie voorgesteld nader onderzoek te (laten) doen naar de mogelijkheid om 
de vrijstelling 'fijnmaziger' in te vullen, zodat veel voorkomende en weinig risi-
covolle verwerkingen niet langer aan voorafgaand onderzoek door het Cbp onder-
worpen zullen worden. Dat ontlast zowel het Cbp als de verantwoordelijke. 
Daarbij denkt het Cbp bijvoorbeeld aan de introductie van een vrijstelling voor de 
uitwisseling van strafrechtelijke gegevens 'tussen partijen in samenwerkingsver-
banden^^, zoals de vrijstelling van gegevens door financiële instellingen door 
middel van het incidentenregister. De minister van Justitie erkent dat nader onder-
zoek gewenst is.199 
Artikel 22 lid 5 Wbp bevat tot slot twee aanvullingen op alle vrijstellingen. Ten 
eerste is het vanwege een vrijstelling op het verbod strafrechtelijke gegevens te 
194 Kamerslukken 11, 1997/1998, 25 892, nr. 3, ρ 121 
195 Conform art. 31 Wbp 
196 Bijlage III, NVB en VvV 2003 
197 Cbp 2004b, blad 4, Cbp 2005, blad 4-5 
198 Cbp 2005, blad 5. 
199 Minister van Justitie 2005 
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verwerken toegestaan andere bijzondere persoonsgegevens te verwerken. Het is 
bijvoorbeeld toegestaan om ook beeldmateriaal met strafrechtelijke gegevens te 
gebruiken ook als dat materiaal rasgegevens bevat. Ten tweede is voor de verwer-
king van strafrechtelijke gegevens van werknemers vereist dat de Ondernemings-
raad, zo die er is, geraadpleegd wordt.200 
11.4.3 Afronding 
De derde groep van verplichtingen van de verantwoordelijke wordt gevormd door 
de voorwaarden voor de verwerking van bijzondere persoonsgegevens. De hoofd-
regel is dat de verwerking van bijzondere persoonsgegevens verboden is. Die 
hoofdregel kent algemene vrijstellingen voor alle categorieën van bijzondere per-
soonsgegevens en specifieke vrijstellingen per categorie van bijzondere persoons-
gegevens. Door de 'closed list' die de vrijstellingen vormen, vormen de voor-
waarden voor de verwerking van bijzondere persoonsgegevens een uitputtend en 
gedetailleerd geheel. 
11.5 Grensoverschrijdende verwerking 
Conform richtlijn 95/46/EG, houdt de Wbp rekening met het gegeven dat de ver-
werking van gegevens soms grensoverschrijdend is. De grensoverschrijdende ver-
werking is zelfs de aanleiding geweest om de richtlijn, en dus de Wbp op te stel-
len.201 De richtlijn wijdt aan de grensoverschrijdende verwerking vier bepalingen. 
Ten eerste artikel 1 richtlijn 95/46/EG dat de Lid Staten verbiedt om belem-
meringen op te werpen ter bescherming van persoonsgegevens. Artikel 1 van de 
richtlijn drukt uit dat landsgrenzen de free flow of information niet langer behoe-
ven te blokkeren wanneer de wetgeving van de Lid Staten geharmoniseerd is. 
Artikel 1 blijft verder buiten beschouwing omdat het geen verplichtingen voor de 
verantwoordelijke schept. 
Ten tweede bepaalt artikel 4 van de richtlijn de territoriale reikwijdte van de 
implementatiewetten. Het artikel is (grotendeels) overgenomen in artikel 4 Wbp. 
Het artikel bepaalt de territoriale reikwijdte van de Wbp. Het artikel hoort thuis in 
de eerste groep van verplichtingen van de Wbp.202 Het wordt hier besproken van-
wege de verwantschap met de verplichtingen van de verantwoordelijke die de 
doorgifte naar derde landen betreffen. 
Ten derde bevatten de artikelen 25 en 26 van de richtlijn verplichtingen voor 
de verantwoordelijke die gegevens door wil geven naar derde landen. De bepalin-
gen beogen te voorkomen dat de door de richtlijn geboden bescherming ontdoken 
wordt door die verwerking te verplaatsen naar een land (buiten de EU) dat minder 
strenge eisen aan de bescherming van persoonsgegevens stelt. De artikelen 76, 77 
200 Art 22 lid 3 Wbp 
201 Vgl paragraaf 1 1 en 8 1 
202 Vgl paragraaf 11 2 
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11.5.1 Artikel 4 Wbp 
De territoriale reikwijdte van de Wbp is bepaald in artikel 4 Wbp. De bepaling 
plaatst bepaalde verwerkingen geheel buiten het bereik van de Wbp. De bepaling 
hoort thuis bij de geheel van de werking van de verplichtingen van de Wbp vrij-
gestelde verwerkingen.203 
203 Vgl. paragraaf 112 1 
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De Wbp blijft op basis van artikel 4 Wbp buiten toepassing voor de verwerking 
door de verantwoordelijke die geen vestiging in de EU heeft204 en die voor die ver-
werking geen middelen in Nederland gebruikt. De verantwoordelijke heeft ten 
aanzien van die verwerking geen verplichtingen op grond van de Wbp. 
11.5.1.1 Vestiging in Nederland 
Ten eerste geldt de Wbp op grond van artikel 4 lid 1 Wbp voor: 'de verwerking 
van persoonsgegevens in het kader van activiteiten van een vestiging van een ver-
antwoordelijke in Nederland',™ De verwerking die onder de in artikel 4 lid 1 Wbp 
beschreven omstandigheden plaats vindt, dient aan de verplichtingen van de Wbp 
te voldoen. De verwerking die onder die omstandigheden buiten Nederland plaats 
vindt ook. Twee omstandigheden zijn van belang.206 
Ten eerste is van belang waar de verantwoordelijke een vestiging heeft. Ten 
minste één vestiging van de verantwoordelijke moet zich in Nederland bevinden. 
Vestiging is ieder centrum van economische activiteit.207 Van belang is niet of een 
vestiging juridisch of feitelijk van aard is. Voorbeeld: denkbaar is dat een verant-
woordelijke vennootschap van het bankconcern uit hoofdstuk 2 bestaat uit meer 
dan één lokaal bankkantoor. Die bankkantoren gelden als vestiging van die ver-
antwoordelijke vennootschap. De bankkantoren van de ene verantwoordelijke vor-
men geen vestigingen van de andere verantwoordelijke vennootschappen waaruit 
de groep bestaat. De plaats waar de verantwoordelijke als vennootschap statutair 
gevestigd is, is niet van belang. De verantwoordelijke kan statutair in Nederland, 
in de EU of buiten de EU gevestigd zijn: in alledrie de situaties kan hij een vesti-
ging in Nederland hebben (figuur 46, kolommen 1 en 2). 
Ten tweede is van belang of in het kader van activiteiten van de vestiging in 
Nederland persoonsgegevens verwerkt worden. Niet vereist is dat persoonsgege-
vens in de vestiging verwerkt worden. Voldoende is dat ze in het kader van acti-
viteiten van de vestiging verwerkt worden. Waar persoonsgegevens verwerkt wor-
den, is dus niet van belang. In het kader van activiteiten van de vestiging in 
Nederland kunnen persoonsgegevens in Nederland, in de EU of buiten de EU ver-
werkt worden. Via artikel 4 lid 1 Wbp kan de Wbp op die manier buiten Nederland 
persoonsgegevens beschermen. Voorstelbaar zijn drie situaties (figuur 46, gear-
ceerde delen).208 
Ten eerste de situatie dat de persoonsgegevens door een bewerker buiten 
Nederland verwerkt worden. Artikel 4 lid 1 Wbp vereist namelijk niet dat de ver-
antwoordelijke de persoonsgegevens verwerkt. Aangezien een bewerker altijd in 
opdracht van de verantwoordelijke verwerkt209, handelt hij naar mijn mening altijd 
204 Art 4 Wbp bepaalt dat, anders dan artikel 4 lid 1 sub a richtlijn 95/46/EG, niet met zoveel woorden, vgl 
Commissie 2003b, ρ 6, maar blijkens Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 75 blijft de Wbp in dat 
geval buiten toepassing 
205 Art 4(1) Wbp 
206 Thijssen 2005, vgl Blok 2005b, ρ 299 en De Vnes 2005, ρ 265 
207 Overweging 19, richtlijn 95/46/EG en Kamerstukken II. 1997/1998, 25 892, nr 3, ρ 75 
208 Vgl ook Moerei 2008 
209 Art 1 sub e Wbp 
























m het kader van activiteiten van een vestiging van de verantwoordelijke. Als die 
vestiging in Nederland staat, beschermt de Wbp de persoonsgegevens op basis van 
artikel 4 lid 1 Wbp - ook als de bewerker de persoonsgegevens buiten Nederland 
verwerkt. Een voorbeeld levert het outsourcen van de personeelsadministratie van 
de vestiging van de verantwoordelijke in Nederland bij een bewerker buiten 
Nederland Wanneer de bewerker in een andere Lid Staat gevestigd is, is artikel 14 
lid 4 Wbp van belang. Dat artikel bepaalt dat de verantwoordelijke moet zorgen 
dat de bewerker het recht van die andere Lid Staat nakomt. De nchthjn en Wbp 
bepalen niet welk recht voor de bewerker geldt die een vestiging buiten de EU 
heeft. Wel bepalen de richtlijn en de Wbp dat de bewerker in opdracht van de ver­
antwoordelijke moet verwerken, dat hij gegevens geheim moet houden en dat hij 
moet beveiligen zoals de verantwoordelijke dat zelf moet doen.210 De artikel 29-
210 Art 17(3)nchtlijn95/46/EGenart 14 (4) Wbp 
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Groep (hierna ook: de Groep) stelt zich op het standpunt dat: 'aan de toepasse­
lijkheid van de richtlijn geen afbreuk wordt gedaan door het feit dat een [...] ver­
antwoordelijke in de EU een [bewerker] heeft die buiten de EU werfoaam /'s'.2" 
De Groep meent dat voor de buiten de EU gevestigde bewerker namelijk het recht 
van de Lid Staat geldt waar de verantwoordelijke gevestigd is. De richtlijn en de 
Wbp bepalen dat naar mijn mening niet. 
Ten tweede is denkbaar de situatie dat de persoonsgegevens met een middel 
buiten Nederland verwerkt worden. Te denken valt aan de opslag van de perso­
neelsadministratie op een back-up server buiten Nederland. Heeft die opslag 
plaats in het kader van activiteiten van de vestiging van de verantwoordelijke in 
Nederland, dan beschermt de Wbp die persoonsgegevens. Verder valt te denken 
aan persoonsgegevens die in het kader van activiteiten van een vestiging van een 
verantwoordelijke in Nederland op een website worden geplaatst. Indien die per­
soonsgegevens buiten Nederland bekeken worden, beschermt de Wbp die per­
soonsgegevens (althans in theorie). 
Ten derde beschermt de Wbp persoonsgegevens die buiten Nederland door de 
intern beheerder verwerkt worden. Net als de bewerker handelt de intem beheer­
der in opdracht van de verantwoordelijke.212 Net als de bewerker handelt de intem 
beheerder naar mijn mening altijd in het kader van activiteiten van een vestiging 
van de verantwoordelijke. Anders dan de bewerker staat de intern beheerder onder 
rechtstreeks gezag van de verantwoordelijke. Aldus beschermt de Wbp persoons­
gegevens die in het kader van activiteiten van een vestiging van de verantwoorde­
lijke in Nederland door een intern beheerder van diezelfde verantwoordelijke bui­
ten Nederland verwerkt worden. Te denken valt aan de administratie van personeel 
van een vestiging van een verantwoordelijke in Nederland door een intem beheer­
der van die verantwoordelijke buiten Nederland. Veelal betekent dat, dat de ver­
antwoordelijke buiten Nederland nog een vestiging heeft, maar dat hoeft niet zo te 
zijn. Te denken valt aan de verwerking op een lap top door een intem beheer die 
zich in het kader van de activiteiten van een vestiging van een verantwoordelijke 
in Nederland in het buitenland bevindt. 
In alledrie de situaties bestaat de mogelijkheid dat de verantwoordelijke naast 
de vestiging in Nederland, een vestiging in een ander land heeft. Het is dan denk­
baar dat de verantwoordelijke behalve in het kader van activiteiten van de vesti­
ging in Nederland, tegelijkertijd in het kader van activiteiten van een vestiging in 
dat andere land verwerkt.213 Illustratief is het eerder genoemde geval van de admi­
nistratie van personeel voor een vestiging van een verantwoordelijke in Nederland 
door een vestiging van die verantwoordelijke buiten Nederland. 
211 Vgl WP 56 (DG MARKT 5035/01), noot 17 Het Cbp lijkt het standpunt van de Artikel 29-Groep te onder-
schnjven, vgl Alonso Blas 2003, ρ 24 
212 Art 12 Wbp 
213 Vgl· Moerel2008. 
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Het begrip 'vestiging' van artikel 4 lid 1 Wbp laat de mogelijkheid dat de verant-
woordelijke meer dan één vestiging heeft open. In overweging 19 bij richtlijn 
95/46/EG staat dat de rechtsvorm van een vestiging er niet toe doet. Het begrip 
'vestiging' verschilt in die betekenis van het begrip 'verantwoordelijke'. In de for-
meel-juridische benadering is de verantwoordelijke namelijk één natuurlijke of 
één rechtspersoon.214 In overweging 19 van de richtlijn is de vestiging een natuur-
lijke persoon, een rechtspersoon of een kantoor zonder zelfstandige rechtsper-
soonlijkheid. Het Hof van Justitie merkt zelfs een eenvoudig bureau, beheert door 
een werknemer al als vestiging aan.215 Eén verantwoordelijke rechtspersoon kan 
op die manier meer dan één vestiging zonder rechtspersoonlijkheid omvatten, bij-
voorbeeld één in Nederland en één buiten Nederland.216 Eén verantwoordelijke 
kan op die manier met meer dan één implementatiewet te maken krijgen. Eén ver-
werking kan door één verantwoordelijke op die manier zelfs onder meer dan één 
(implementatie)wet vallen. Het blokkeert de ratio van artikel 4. Het artikel beoogt 
namelijk te voorkomen dat de verwerking van gegevens onder geen, of juist onder 
meer dan een wet valt.217 
Het evaluatierapport van de richtlijn signaleert de onduidelijkheid en geeft aan 
dat Lid Staten hun wetgeving op dit punt moeten aanpassen.218 Het rapport geeft 
niet aan hoe. Het rapport vermeldt wel dat een aantal Lid Staten invoering van 
land van herkomstbeginsel voorstelt.219 Het beginsel staat toepasselijkheid van het 
recht van de statutaire zetel van de verantwoordelijke rechtspersoon (c.q. van de 
werkelijke zetel van de hoofdvestiging of van het hoofdbestuur van de verant-
woordelijke rechtspersoon) voor.220 Het beginsel voorkomt dat één verantwoorde-
lijke voor één verwerking meer dan één wet na moet komen. 
Het evaluatierapport vermeldt over het land van herkomst-beginsel: 'the 
Directive already allows for the organisation of processing under a single data 
controller, which means complying only with the data protection law of the con-
troller's country of establishment. This of course does not apply where a company 
has chosen to exercise its right of establishment in more than one Member 
State.,m De passage verwijst vermoedelijk naar de uitleg die de artikel 29-Groep 
van het land van herkomst-beginsel geeft. De Groep meent namelijk dat artikel 4 
214 Kamerslukken II. 1997/1998, 25 892, nr 3, p. 56, vgl., paragraaf 8.3 
215 HvJ EG 4 december 1986, C-205/84 (Commissie vs Duilsland), vgl.. Blok 2005b, ρ 298-299 
216 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 56 maakt mogelijk dal de verantwoordelijke meer dan een ves­
tiging met rechtspersoonlijkheid omvat De Memorie van Toelichting opent namelijk de mogelijkheid om in 
een groep één rechtspersoon als verantwoordelijke aan te wijzen voor alle rechtspersonen van die groep, vgl., 
paragraaf 8 4 2 Die verantwoordelijke omvat meer dan één rechtspersoon Die rechtspersonen vormen stuk 
voor stuk vestigingen van die verantwoordelijke De persoonsgegevens die in het kader van activiteiten van een 
groepsmaatschappij van een verantwoordelijke in Nederland, in een groepsmaatschappij van die verantwoor-
delijke buiten de EU verwerkt worden, worden ook op basis van art 4 lid 1 Wbp door de Wbp beschermd 
217 Overweging 18, richtlijn 95/46/EG, zie ook WP 56 (DG MARKT 5035/01), ρ 6 
218 Commission 2003a, ρ 17, vgl Ook Zwenne, Duthler, Groothuis e a 2007, paragraaf 4.2 2 
219 Commission 2003a, ρ 17. 
220 Vgl Wet conflictenrecht corporaties, art 53 Europees Executie Verdrag en art 60 van concept EG Verordening 
44/2001 
221 Commission 2003a, ρ 17 
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al van het land van herkomst-beginsel uitgaat. Dat kan volgens de Groep namelijk 
niettemin betekenen dat de verantwoordelijke die vestigingen in meer dan een Lid 
Staat heeft aan meer dan een wet onderworpen is. Dat is volgens de Groep geen 
uitzondering op het country of origine-principe, 'het is alleen maar de strikte toe-
passing ervan'. De Groep vindt die strikte toepassing gerechtvaardigd omdat de 
gegevensbescherming in nationale wetten geharmoniseerd is.222 
Dat argument kan ook worden omgedraaid: wanneer nationale wetten in (min 
of meer) gelijke bescherming voorzien, maakt het niet uit welke wet de betrokke-
ne in het concrete geval beschermt. De rechtspersoon die in verschillende Lid 
Staten activiteiten ontplooit, hoeft dan tenminste niet aan verschillende (gelijke) 
wetten te voldoen. Daar valt tegenin te brengen dat betrokkene met vreemd recht 
te maken kan krijgen wanneer voor de rechtspersoon die in verschillende Lid 
Staten activiteiten ontplooit één wet geldt. Om dat te voorkomen stelt Terstegge 
voor dat voor de rechten van de betrokkene de implementatiewet geldt, van de ves-
tiging die de gegevens verzamelde dan wel van de vestiging die de relatie met de 
betrokkene onderhoudt.223 
11.5.1.2 Middelen in Nederland 
De verantwoordelijke die in geen enkele Lid Staat een vestiging heeft, moet arti-
kel 4 lid 2 Wbp in het oog houden. De Wbp geldt op basis van dat artikellid voor 
de verwerking waarvoor gebruik wordt gemaakt van een middel in Nederland. De 
Wbp geldt niet wanneer dat middel alleen voor de doorvoer van gegevens worden 
gebruikt. 
Hoewel artikel 4 lid 2 Wbp weinig helder is, komt er vanuit de Lid Staten wei-
nig kritiek op. Dat wordt door Korff verklaard doordat onduidelijkheden op natio-
naal niveau doorgaans door verantwoordelijken in dat land worden aangekaart.224 
De verantwoordelijke die een vestiging in een van de Lid Staten heeft, krijgt niet 
met artikel 4 lid 2 Wbp te maken. De groep van vennootschappen kan met artikel 
4 lid 2 Wbp wel te maken krijgen. De formeel-juridische benadering van de ver-
antwoordelijke brengt mee dat vennootschappen in een groep zelfstandig verant-
woordelijke zijn. De vennootschap zonder vestiging in de EU die behoort tot een 
groep met vennootschappen in de EU moet de Wbp op basis van artikel 4 lid 2 
Wbp nakomen voor de verwerking waarvoor zij een middel in Nederland 
gebruikt. 
Een eerste onduidelijkheid met betrekking tot artikel 4 lid 2 Wbp betreft of lan-
den die tot de EEA behoren, Lid Staten zijn. Een aantal Lid Staten beschouwt 
Noorwegen, IJsland en Liechtenstein als Lid Staten, terwijl andere Lid Staten 
(waaronder Nederland) hen als derde landen aanmerken. De Commissie heeft de 
Legal Service om opheldering gevraagd.225 Of de Legal Service die opheldering 
inmiddels heeft verschaft, is mij niet bekend. 
222 WP 56 (DG MARKT 5035/01), ρ 6-7 
223 Terstegge 2002c 
224 Korff 2002, ρ 50 
225 Korff 2002, ρ 42 
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Een tweede onduidelijkheid met betrekking tot artikel 4 lid 2 Wbp betreft de keus 
voor de plaats van een middel als aanknopingspunt voor de bepaling van het toe­
passelijke recht. De plaats is niet voor niets als aanknopingspunt in artikel 4 lid 1 
Wbp geweerd: '[dit] sluit beter aan bij de informatietechnologische ontwikkeling 
waarbij gegevens in toenemende mate een immaterieel karakter krijgen en daar­
mee een plaatsbepaling komen te ontberen'.226 Een concessie bleek ten aanzien 
van artikel 4 lid 2 Wbp evenwel onontkoombaar.227 
Een derde onduidelijkheid houdt met het verschil tussen het door artikel 4 lid 
1 Wbp en artikel 4 lid 2 Wbp gehanteerde aanknopingspunt verband. Doordat arti­
kel 4 lid 1 Wbp (conform richtlijn 95/46/EG) als aanknopingspunt de verwerking 
in het kader van een vestiging in Nederland kiest en artikel 4 lid 2 Wbp (conform 
richtlijn 95/46/EG) de verwerking met behulp van een middel door een verant­
woordelijke die geen vestiging in de EU heeft, ontstaat een gat in de door de Wbp 
geboden bescherming. De verantwoordelijke met een vestiging in Nederland, die 
niet in het kader van de activiteiten van die vestiging verwerkt, maar wel in het 
kader van de activiteiten van een vestiging buiten de EU, hoeft namelijk niet aan 
de Wbp te voldoen. Dit door Blok gesignaleerde gat blijft verder buiten beschou­
wing omdat het door de (Europese) wetgever beslist niet bedoeld werd.228 
De Wbp is van toepassing op de verantwoordelijke die middelen in Nederland 
gebruikt. Daarbij valt te denken aan pc's, servers en terminals.229 De consequen­
ties die het verplaatsen van een middel voor het van toepassing zijnde recht kan 
hebben, worden door de wetgever buiten beschouwing gelaten. Ik merk op dat 
bepaalde middelen bedacht zijn met geen ander doel dan het verplaatsen er van, 
ik noem bijvoorbeeld de mobiele telefoon en de laptop. 
De consequenties die het ruime bereik van artikel 4 lid 2 Wbp heeft, worden 
door de wetgever eveneens buiten beschouwing gelaten. De bepaling geldt ook 
niet-geautomatiseerde middelen. Papier is dus een middel. Dat betekent dat een 
niet in de EU gevestigde verantwoordelijke die een papier naar een Franse betrok­
kene verstuurt wellicht aan de Franse Wbp moet voldoen.230 Dat ruime bereik van 
artikel 4 lid 2 Wbp maakt het haast onmogelijk een gegeven te verwerken zonder 
van middelen gebruik te maken. Of: '/« effect, all processing involves means'.™ 
Dat ruime bereik wordt nog verder verruimd doordat niet vereist wordt dat de ver­
antwoordelijke volledige controle over het middel heeft.232 Het is voor de verant­
woordelijke die geen vestiging in de EU heeft daardoor op twee manieren moge­
lijk om controle over een middel in Nederland te hebben. Ten eerste is mogelijk 
dat een natuurlijke persoon in Nederland een middel ten behoeve van de verant­
woordelijke bedient. Ten tweede is mogelijk dat de verantwoordelijke die geen 
vestiging in de EU heeft op afstand een middel in Nederland gebruikt voor de ver­
werking van gegevens. 
226 Kamerslukken 11, 1997/1998, 25 892, nr 3, ρ 75 
227 Kamerstukken 11, 1997/1998, 25 892, nr 3, ρ 75 
228 Blok 2005b, ρ 301-302 
229 WP 56 (DG MARKT 5053/01), p. 10 
230 Korff2002, ρ 48 
231 Korfr2002, ρ 48 
232 WP 56 (DG MARKT 5035/01), ρ 10. Het gaat hier met om controle als bezitter of eigenaar van de middelen 
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Ten eerste de mogelijkheid dat een natuurlijke persoon in Nederland een middel 
ten behoeve van de verantwoordelijke 'bedient'. Die persoon is intern beheerder, 
bewerker of betrokkene. De intem beheerder die een middel in Nederland bedient, 
doet dat tijdelijk. Doet hij dat permanent, dan is immers sprake van een vestiging 
en geldt de Wbp op grond van artikel 4 lid 1 Wbp.233 
Denkbaar is voorts dat de bewerker een middel in Nederland bedient. De ver­
antwoordelijke zonder vestiging in de EU moet dan zorgen dat de bewerker de 
Wbp nakomt.234 Kuner denkt daar anders over; volgens hem hoeft de verantwoor­
delijke die geen vestiging in de EU heeft de Wbp niet na te komen als een bewer­
ker een middel in Nederland gebruikt. 
Denkbaar is tot slot dat een betrokkene een middel in Nederland bedient. 
Voorbeeld: een 'verantwoordelijke' die geen vestiging in de EU heeft, verzamelt 
gegevens van bezoekers van zijn website door de inzet van cookies.235 De provi­
der bij wie de website is ondergebracht, bevindt zich eveneens buiten de EU. De 
website wordt opgevraagd door een bezoeker in Nederland. De bezoeker is dan 
betrokkene. De pc van de bezoeker is dan als een 'middel' in de zin van artikel 4 
lid 2 Wbp aan te merken. 
De artikel 29-Groep is van mening dat de Wbp voor de verwerking door mid­
del van cookies door een verantwoordelijke die geen vestiging in de EU heeft, 
inderdaad geldt. De Groep beschouwt de pc van de bezoeker van de website bij de 
verwerking door middel van cookies namelijk als 'middel' van de verantwoorde­
lijke.236 
De visie van de Groep kent in het licht van het oordeel van het Hof van Justitie 
in de Lindqvist-zaak als bezwaar dat een website in theorie overal ter wereld 
geraadpleegd kan worden. Het is niet bij te houden waar dat daadwerkelijk 
gebeurt. Dat betekent dat iedere buiten de EU gevestigde verantwoordelijke met 
een website aan het recht van alle Lid Staten moet voldoen. Het wordt daardoor 
vrijwel onmogelijk gegevens rechtmatig te verwerken. 
De visie van de Groep kent bovendien als bezwaar dat niet duidelijk is welke 
internettoepassing wel en welke niet onder artikel 4 lid 2 Wbp valt. Ten aanzien 
van cookies neemt de Groep als standpunt in dat deze onder artikel 4 lid 2 Wbp 
vallen. Ten aanzien van talloze andere internettoepassingen is niet duidelijk of de 
verantwoordelijke de pc van de gebruiker als 'middel' voor de verwerking van 
gegevens gebruikt. Kuner noemt softwareprogramma Telnet en programma's met 
virussen, worms of trojan horses.237 
233 HvJ EG 25 juli 1991, C-221/89 (Factortame II) 
234 An 14 Wbp, anders Kuner 2003, ρ 106 
235 Van Dale 2005, omschrijft 'cookie' als 'tekstbestand waann bep gegevens (naam, wachtwoord, e d ) over de 
gebruiker van een website worden opgeslagen, zodat hij met bij ieder bezoek aan dezelfde website opnieuw 
dezelfde gegevens hoeft in te voeren', dat tekstbestand wordt op de harde schijf van de pc van een gebruiker 
geplaatst, vgl WP 37 (DG MARKT 5063/01), ρ 14-18, vgl ook <www cml fir> waar onder'your Iraces'is 
te zien welke gegevens zoal op internet worden prijsgegeven 
236 WP 56 (DG MARKT 5035/01), ρ 12 
237 Kuner 2003, ρ 98-100 
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De Groep acht de mate van controle die een buiten de EU gevestigde verantwoor-
delijke door de toepassing over een middel van gebruiker verkrijgt, bepalend.238 
De vraag is wanneer aan die mate van controle is voldaan. De Groep hanteert als 
criterium of 'de verantwoordelijke bepaalt op welke manier de middelen worden 
gebruikt en zodoende de relevante beslissingen neemt over de inhoud van de gege-
vens en de methode van verwerking''P9 De Groep herhaalt daarmee de omschrij-
ving van de verantwoordelijke. De verantwoordelijke is immers degene die zeg-
genschap over het doel en de middelen voor de verwerking van gegevens heeft. 
Voor degene die die zeggenschap niet heeft, komt artikel 4 lid 2 Wbp niet (eens) 
in beeld. 
Dat voor wat betreft de mogelijkheid dat een natuurlijke persoon een middel in 
Nederland bedient. Denkbaar is daarnaast dat de verantwoordelijke die geen ves-
tiging in de EU heeft op afstand een middel in Nederland gebruikt voor de ver-
werking van gegevens. Die verwerking valt ook via artikel 4 lid 2 Wbp onder de 
Wbp. 
Voorbeeld: in het olieconcern van hoofdstuk 2 delen de computers van de afde-
lingen Personeel en Organisatie van de werkmaatschappijen een computer met de 
vennootschap Diensten plc. Op die computer draait een (kostbaar) softwarepro-
gramma om salarissen te berekenen. De computer draait in een vestiging van 
Diensten plc in Nederland. Door intranet is het programma ontsloten voor iedere 
werkmaatschappij van het olieconcern.240 De medewerker van de afdelingen 
Personeel en Organisatie van een werkmaatschappij voorziet het programma op de 
Nederlandse computer via zijn pc van gegevens. Op die gegevens voert het pro-
gramma allerhande berekeningen uit. De uitkomsten verschijnen op de desktop 
van de medewerker van de werkmaatschappij. De Wbp is op die verwerking van 
toepassing via artikel 4 lid 2 Wbp. 
Artikel 4 lid 2 Wbp kent één uitzondering: voor de verantwoordelijke die een 
middel in Nederland uitsluitend voor doorvoer van gegevens gebruikt, geldt de 
Wbp niet. Ik heb de betekenis van 'doorvoer' besproken in paragraaf 10.5. Ik heb 
daar besproken dat de wetgever doorvoer beschrijft als een verwerking die geen 
feitelijke macht over de gegevens verschaft.241 De wetgever stelt feitelijke macht 
als voorwaarde voor verwerken.242 Doorvoer is volgens de wetgever dus geen ver-
werking. Dat betekent dat de Wbp op geen enkele doorvoer van toepassing zou 
zijn. 
Overweging 47 van de richtlijn bevestigt dat doorvoer geen feitelijke macht 
vereist: 'wanneer een bericht dat persoonsgegevens bevat, wordt verzonden via 
een telecommunicatie- of elektronische postdienst waarvan het enige doel is dit 
soort berichten door te geven, [is] het de persoon van wie het bericht uitgaat, en 
238 WP 56 (DG MARKT 5053/01), ρ 10 
239 WP 56 (DG MARKT 5053/01), ρ 10 
240 Vgl over computernetwerken bijvoorbeeld Kolkman, Van Kralingen en Nouwt 2000, ρ 15-30 
241 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 77 
242 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 51-52 
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niet degene die de dienst aanbiedt, die normaliter zal worden beschouwd als ver-
antwoordelijke voor de verwerking van persoonsgegevens'. Dat dit uitsluitend 
opgaat voor verantwoordelijken buiten de EU die een middel in de EU gebruiken, 
staat er niet. Dat maakt het overbodig om in artikel 4 lid 2 Wbp te bepalen dat 
doorvoer met een middel in Nederland door een buiten de EU gevestigde verant-
woordelijke buiten het bereik van de Wbp valt. 
Onzeker is dus of de Wbp bij het ontbreken van feitelijke macht geldt. 
Opheldering is vereist. Vast staat dat de Wbp bij het ontbreken van feitelijke macht 
niet geldt voor de verwerking door de verantwoordelijke die geen vestiging in de 
EU heeft en een middel in Nederland gebruikt. De betekenis van feitelijke macht 
moet dus hoe dan ook nader uitgelegd worden; anders is niet duidelijk of de Wbp 
buiten toepassing blijft op grond van doorvoer. 
Voorbeeld: de verantwoordelijke die geen vestiging in de EU heeft, beheert 
een website. De onduidelijkheid over de betekenis van feitelijke macht, brengt 
mee dat onduidelijk is in hoeverre de verantwoordelijke feitelijke macht over de 
pc van de bezoeker van die website heeft. De verantwoordelijke heeft geen con-
trole over het bezoek aan de website. Ook cookies verschaffen hem die feitelijke 
macht niet. De bezoeker kan de cookies van de pc verwijderen. Dat maakt verde-
digbaar dat de Wbp buiten toepassing blijkt bij de verwerking door de verant-
woordelijk die geen vestiging in de EU heeft, maar die gebruik maakt van cookies. 
Tot slot is artikel 4 lid 3 Wbp van belang voor de verantwoordelijke die geen 
vestiging in de EU heeft, maar wel een middel in Nederland gebruikt. Dat arti-
kellid bepaalt: 'het is een verantwoordelijke als bedoeld in [artikel 4 lid 2 Wbp] 
verboden persoonsgegevens te verwerken, tenzij hij in Nederland een persoon of 
instantie aanwijst die namens hem handelt overeenkomstig [...] deze wet. Voor 
toepassing van deze wet en de daarop berustende bepalingen, wordt hij aange-
merkt als de verantwoordelijke,. De bepaling implementeert artikel 4 lid 2 van de 
richtlijn niet correct. De richtlijn bepaalt namelijk niet dat de vertegenwoordiger 
als verantwoordelijke beschouwd wordt, maar dat een vertegenwoordiger aan de 
artikelen 10, 11 en 18 van de richtlijn moet voldoen.243 
11.5.2 Artikelen 76, 77 en 78 Wbp 
De artikelen 25 en 26 richtlijn 95/46/EG bepalen de verplichtingen van de ver-
antwoordelijke die gegevens door wil geven naar derde landen (niet Lid Staten244). 
Die doorgifte is, zo we zullen zien, beperkt mogelijk. De artikelen 76, 77 en 78 
Wbp implementeren de artikelen 25 en 26 richtlijn 95/46/EG. 
243 Vgl Kuner p. 110-111 en art. 33, 34 en 27 Wbp 
244 De artikelen 76 en 77 Wbp gelden dus ook voor doorgifte naar de landen die tot de EEA behoren, maar geen 
Lid Staten zijn, hetgeen ovengens met betekent dat doorgifte naar die Lid Staten niet is toegestaan Integendeel, 
doorgifte naar Noorwegen, IJsland en Liechtenstein is altijd toegestaan, omdat genoemde landen de richtlijn in 
hun nationale recht hebben opgenomen 




































De artikelen 76, 77 en 78 Wbp hebben een ruim bereik. Ten eerste doordat de arti-
kelen (ook) gelden voor doorgiften binnen groepen van rechtspersonen. De Fiat-
zaak uit 1989 is illustratief. Daarin gelastte het CNIL (het Franse Cbp) dat Fiat 
Frankrijk een overeenkomst met Fiat Italië moest aangaan om gegevens naar Fiat 
Italië te mogen exporteren. Die overeenkomst moest Fiat Italië verplichten de 
Franse wetgeving na te komen omdat Italië geen wetgeving op het terrein van 
gegevensbescherming bood.245 
Ten tweede is het bereik van de artikelen 76, 77 en 78 Wbp ruim doordat door-
gifte niet alleen export van fysieke bestanden behelst. De wetgever omschrijft 
doorgifte, zoals we in paragraaf 10.5 zagen, als 'het ter kennis brengen van gege-
vens aan een persoon die zich bevindt buiten de rechtsmacht van één van de lan-
den van de Unie'.246 Doorgifte behelst dus bijvoorbeeld ook toegang tot een data-
bank met gegevens verschaffen.247 Doorgifte is door die uitleg een alledaags ver-
schijnsel als gevolg van internet en andere technologische ontwikkelingen.248 
De ratio van de verplichtingen van de artikelen 76, 77 en 78 Wbp is tweeledig. 
Aan de ene kant beogen de verplichtingen te voorkomen dat de verantwoordelij-
ke het in richtlijn 95/46/EG geboden niveau van gegevensbescherming omzeilt 
door gegevens buiten de EU te brengen.249 Aan de andere kant beogen de ver-
plichtingen te voorkomen dat doorgifte onmogelijk wordt; dat zou het internatio-
nale handelsverkeer belemmeren.250 Alvorens de verplichtingen van de artikelen 
76, 77 en 78 Wbp te behandelen, bespreek ik de samenloop van de bepalingen met 
artikel 4 Wbp. 
11.5.2.1 Samenloop met artikel 4 Wbp 
Doorgifte is een verwerking als bedoeld in artikel 1 sub b Wbp.251 Dat betekent dat 
doorgifte aan alle verplichtingen van de Wbp moet voldoen. De door te geven 
gegevens moeten onder meer een welbepaald, omschreven en gerechtvaardigd 
doel verzameld worden en moeten bij het Cbp worden gemeld.252 
Op doorgifte is ook artikel 4 Wbp van toepassing.253 Doorgifte die niet op basis 
van artikel 4 Wbp onder de Wbp valt, hoeft niet aan de verplichtingen van de Wbp 
te voldoen. Omgekeerd hoeft de doorgifte van gegevens waarvoor na doorgifte (op 
basis van artikel 4 Wbp) de Wbp geldt, niet geoorloofd te zijn.254 Of die doorgif-
te geoorloofd is, hangt van de artikelen 76 en 77 Wbp af. 
245 CNIL 11 juli 1989, Deliberation No 89-78 Vgl Vassilaki 1993, ρ 33-37 
246 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 91 
247 Alonso Blas 2003, ρ 6-7 
248 Kamerslukken II. 1999-2000, 27 043, nr 1, ρ 2 
249 Import van gegevens is dus met aan restricties onderworpen 
250 Overweging 56-58 nchtlijn 95/46/EG 
251 Vgl ook overweging 60, nchtlijn 95/46/EG en paragraaf 10 2 
252 Onduidelijk is Kuner 2003, ρ 123 HIJ concludeert op basis van overweging 60, richtlijn 95/46/EG en Alonso 
Blas 2003, ρ 7-8 dat nchtlijn en Wbp zich van toepassing verklaren op gebruik van gegevens na doorgifte 
Naar mijn mening stellen genoemde passages slechts dat nchtlijn en Wbp van toepassing zijn op doorgifte als 
handeling in de zin van art 1 sub b Wbp 
253 Vgl an 2 Beschikking van de Commissie (2000/520/EG) en WP 32 (CA 07/434/00), Advies 4/2000, ρ 3 
254 Kuner, ρ 119-120 
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Dat de verwerking van gegevens na doorgifte onder de Wbp kan vallen, zagen we 
al in paragraaf 11.5.1. Ik besprak in die paragraaf immers dat het bepaalde in arti-
kel 4 lid 1 Wbp het mogelijk maakt dat de verwerking in het kader van activitei-
ten van een vestiging van een verantwoordelijke in Nederland, buiten de EU 
plaatsvindt. Ondanks dat die verwerking aan de verplichtingen van de Wbp moet 
voldoen, dient de doorgifte van gegevens ten behoeve van die verwerking aan de 
artikelen 76, 77 en 78 Wbp te voldoen.255 Dat geldt ook voor de doorgifte van 
gegevens door een verantwoordelijke die geen vestiging in de EU heeft, na de ver-
werking van die gegevens met behulp van een middel in Nederland. 
Kuner vraagt zich in verband met de samenloop tussen de artikelen 4, 76 en 77 
Wbp af: 'if EU data protection law, with its panoply of protections, applies to a 
particular act of data processing [...] because of the use of [...] equipment, then 
what is the need for subjecting such processing to data transfer restrictions as well 
[...]?'.256 
Kuner meent dan ook dat artikel 4 Wbp buiten toepassing blijft voor de ver-
werking in een derde land dat een passend niveau van gegevensbescherming 
kent.257 Denkbaar is naar mijn mening dat de artikelen 76 en 77 Wbp buiten toe-
passing blijven bij de doorgifte voor de verwerking die op basis van artikel 4 Wbp 
aan de Wbp voldoet. Dat is in ieder geval in overeenstemming met de omschrij-
ving van 'doorgifte' als 'het ter kennis brengen van gegevens aan een persoon die 
zich bevindt buiten de rechtsmacht van één van de landen van de Unie'. 
Dat voor wat betreft de samenloop van de verplichtingen van de artikelen 76, 
77 en 78 Wbp met artikel 4 Wbp. 
De artikelen 76, 77 en 78 Wbp staan doorgifte in drie situaties toe258: 
- er is een passend niveau van gegevensbescherming; 
- er is een uitzondering in de zin van artikel 77 lid 2 Wbp; of 
- er is een vergunning van de minister van Justitie. 
11.5.2.2 Passend niveau 
Artikel 76 Wbp staat doorgifte in de eerste plaats toe als de bescherming van per-
soonsgegevens passend is. Passende bescherming lijkt op twee niveaus bestaan-
baar.259 Ten eerste op het niveau van het recht van een (derde) land. Ten tweede op 
het niveau van de individuele verwerking. 
Van belang is dat niet zeker is of de bescherming op het niveau van de indivi-
duele verwerking bestaat. De Commissie rapporteert in het evaluatierapport: 'the 
approach adopted by some Member States, where the assessment of the adequacy 
of protection [...]is supposed to be made by the data controller, with very limited 
255 Vgl.. Thyssen 2005 
256 Kuner 2003, ρ 120 
257 Kuner 2003, ρ 95-96. 
258 Door de literatuur worden de drie situaties vaak gepresenteerd alsof er een rangorde tussen zou bestaan, vgl 
ook WP 114 (2093/05/EN), ρ 7, volgens Kamerstukken II, 1999/00, 27 043, nr 1, ρ 6 is dal met het geval 
De verantwoordelijke kan dus bijvoorbeeld een vergunning aanvragen wanneer het derde land een passend 
beschermingsniveau kent of wanneer een van de omstandigheden van artikel 77 Wbp zich voordoet 
259 Merkus 2004, Berkvens 2004c 
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control of the dataflows by the State or by the national supervisory authority does 
not seem to meet the requirement placed on Member States by the first paragraph 
of Article 25 (l)'.260 De Commissie lijkt dus de mogelijkheid te verwerpen dat de 
verantwoordelijke de gepastheid van de bescherming van de individuele verwer-
king beoordeelt. De Commissie stelt evenwel niet onomwonden dat alleen zij en 
de Lid Staten261 de gepastheid van de door een derde land geboden bescherming 
beoordelen. Dat heeft waarschijnlijk te maken met het feit dat 'de Commissie op 
korte en ook op middellange termijn [...] slechts voor een beperkt aantal landen 
een passend beschermingsniveau kan vaststellen [...]'.262 Aldus ga ik hierna uit 
van de veronderstelling dat passende bescherming betrekking kan hebben op het 
niveau van een derde land én op het niveau van een individuele verwerking.263 
- Land 
De Europese Commissie besluit of het niveau van bescherming van het recht van 
een land passend is.264 
De artikel 29-Groep265 beoogt te verduidelijken wat van belang is bij de beoor-
deling of het niveau van bescherming van een land passend is. De Groep vindt niet 
alleen de inhoud van de materiële voorschriften van een derde land van belang, 
maar ook de mogelijkheden die het derde land biedt om die voorschriften te hand-
haven.266 De Groep vindt dat een derde land om een passend niveau van bescher-
ming te bieden, op beide punten aan een aantal eisen moet voldoen. Daarbij gaat 
het om eisen die de richtlijn, het Verdrag van Straatsburg en de richtlijnen van de 
OECD ook stellen. De Groep stelt dat ten aanzien van die eisen ook buiten de Lid 
Staten een ruime consensus bestaat.267 De Groep benadrukt dat een passend 
beschermingsniveau niet vereist dat een derde land aan het niveau van de richtlijn 
voldoet. 
De materiële voorschriften van een derde land moeten om passende bescher-
ming te bieden volgens de Groep eisen stellen met betrekking tot268: 
260 Commission 2003a, ρ 18 
261 Vgl.: art 25 lid 3 richtlijn 95/46/EG Art 78 lid 1 sub a Wbp kent die bevoegdheid aan de minister van Justitie 
toe 
262 Beschikking (2001/497/EG) van 15 juni 2001, overweging 4 
263 Kamerstukken II, 1997/1998, 25 892, nr. 3, Kamerstukken I, 1999/00, 25 892, nr 34 en Kamerstukken II, 
1999/00, 27 043, nr 1. 
264 Art 78 lid 2 sub b Wbp en art 25 lid 6, richtlijn 95/46/EG Op basis van art 25 lid 4 en 6 richtlijn 95/46/EG 
moet de Commissie om een besluit te nemen de procedure van art 31 lid 2 richtlijn 95/46/EG volgen De pro­
cedure verplicht de Commissie een concept ter advisering aan het Comité voor te leggen Indien de Commissie 
besluit het advies van hel Comité niet te volgen, wordt de Raad ingelicht De Raad kan de Commissie overru-
len. De artikel 29-Groep kan de Commissie van advies voorzien, zie art 30 lid 1 sub b richtlijn 95/46/EG 
265 Als gezegd ontleent de Groep bestaansrecht aan artikel 29, richtlijn 95/46/EG, welk artikel bepaalt dat de 
Groep onafhankelijk is, welke onafhankelijkheid gelet op de samenstelling van de Groep uit vertegenwoordi-
gers van toezichthoudende autonteiten en een vertegenwoordiger van de Commissie, betrekkelijk is, vgl 
Berkvens 2004c, ρ 156 Artikel 30 richtlijn 95/46/EG omschrijft de taak van de Groep als adviserend 
266 WP 12 (DG XV D/5025/98), ρ 5 
267 WP 12 (DG XV D/5025/98), ρ 5 
268 WP 12 (DG XV D/5025/98), ρ 6-7 
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- specificiteit: de gegevens dienen voor een specifiek doel te worden verwerkt; 
verdere verwerking mag met dat doel niet in strijd zijn269; 
- kwaliteit en evenredigheid: de gegevens dienen nauwkeurig, toereikend en 
niet bovenmatig te zijn in verhouding tot het doel waar ze voor verzameld 
zijn270; 
- transparantie: betrokkene dient geïnformeerd te worden over, onder meer doel 
en identiteit van de verantwoordelijke271; 
- beveiliging: gegevens dienen technisch en organisatorisch te worden bevei-
ligd272; 
- inzage, correctie en verzet: betrokkene dient recht op inzage, correctie en ver-
zet te hebben273; 
- beperking van doorgifte naar anderen: doorgifte dient alleen te zijn toegestaan 
naar derden voor wie de bovenstaande eisen (gaan) gelden.274 Ik merk op dat 
het de vraag is of het acceptabel is de eisen met betrekking tot een passend 
niveau van bescherming zo ver buiten de EU door te trekken.275 
Daarnaast dient een passend niveau volgens de Groep wat handhaving betreft276: 
- een goede naleving van bovenstaande eisen te verzekeren, hetgeen onder meer 
af te leiden is uit de aanwezigheid van effectieve sancties; 
- bijstand te verlenen aan betrokkene bij de uitoefening van diens rechten, het-
geen vereist dat er een institutioneel mechanisme is dat onafhankelijke behan-
deling van klachten mogelijk maakt zodat betrokkene snel, doeltreffend en 
zonder hoge kosten zijn rechten kan uitoefenen277; 
- een passende schadeloosstelling voor betrokkene te verzekeren indien niet aan 
bovenstaande eisen is voldaan, waarvoor een procedure voor onafhankelijke 
rechterlijke of arbitrale beoordeling essentieel is. 
De Commissie heeft ten aanzien van de door de Groep geformuleerde eisen geen 
officieel standpunt ingenomen.278 De Commissie beschouwt de door de Groep 
gestelde eisen wel als een leidraad bij de beoordeling of het niveau van bescher-
ming van een derde land passend is.279 De Commissie besluit over het niveau van 
bescherming in een derde land positief, gedeeltelijk positief of negatief. 
Een negatief besluit betekent dat doorgifte naar dat land in beginsel niet is toe-
gestaan.280 De Commissie heeft tot op heden geen negatieve besluiten genomen. 
269 Vgl art 7 en 9 Wbp 
270 Vgl. art 11 Wbp 
271 Vgl., art. 33 en 34 Wbp. 
272 Vgl.: art. 13 Wbp 
273 Vgl.: art 35^1 Wbp 
274 Vgl · art. 76 Wbp 
275 Vgl Kuner2003, p. 131 
276 WP 12 (DG XV D/5025/98), ρ 7-8 
277 Denk aan een onafhankelijke toezichthouder als het Cbp 
278 Kamerstukken 11, 1999/00, 27 043, nr. 1, ρ 7 
279 Beschikking van de Commissie (2001/497/EG) van 15 juni 2004, overweging 3. 
280 Artikel 78 lid 2 sub a Wbp, echter, vgl · artikel 25 lid 4-6 richtlijn 95/46/EG. 
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Dat valt, gelet op diplomatieke betrekkingen, evenmin (snel) te verwachten.281 De 
dialoog die de Commissie met de VS over doorgifte van gegevens van passagiers 
voerde, is illustratief. De VS verplicht luchtvaartmaatschappijen die op de VS 
vliegen, gegevens van passagiers door te geven aan de Amerikaanse douane.282 De 
Commissie zag in eerste instantie geen bezwaar tegen die doorgifte.283 De 
Commissie trad na kritiek uit het Europees Parlement284 en de artikel 29-Groep285 
met de VS in onderhandeling.286 Die onderhandelingen resulteerden in het voor-
jaar van 2004287 (alsnog) in een positief besluit van de Commissie en in een over-
eenkomst tussen de EU en de VS.288 Het besluit is op verzoek van het Europees 
Parlement vervolgens nietig verklaard door het Hof van Justitie.289 Volgens het 
Hof draagt het besluit namelijk niet bij aan de verwezenlijking van de interne 
markt (het heeft de bestrijding van terrorisme ten doel). 
De Commissie heeft wel positieve besluiten genomen, te weten ten aanzien 
van: Zwitserland290; Argentinië291; Guemsy292, het Eiland Man293 en Hongarije. 
Doorgifte naar die landen is altijd geoorloofd.294 Niet duidelijk is of doorgifte 
omgekeerd nooit geoorloofd is na een negatief besluit, en of doorgifte na een ten 
dele positief besluit nooit geoorloofd is buiten de in dat besluit genoemde situ-
aties. Indien een negatief en een ten dele positief besluit die betekenis hebben, dan 
281 Vgl. WP 4 (XV D/5020/97), ρ 4. 
282 Op basis van de Aviation and Transportation Secunty Act van 19 november 2001 en de Enhanced Border 
Secunty and Visa Reform Act van 14 mei 2002 die werden aangenomen naar aanleiding van 11 september 
2001. 
283 Joint Statement by European Commission/ US Custom talk on Passenger Name Record (PNR) transmission, 
Brussel 17/18 februan 2003 
284 Resolutie van het Europees Parlement van 12 maart 2003 
285 WP 66 (MARKT 11647/02), Opinion 6/2002 waann de Groep onder meer bezwaren uit tegen het dispropor­
tionele en stelselmatige karakter van de doorgifte van de passagiersgegevens. 
286 Het betroffen geen onderhandelingen in de zin van art 25 (5) richtlijn 95/46/EG: er is namelijk nooit een 
besluit als bedoeld in art. 25 (4) richtlijn 95/46/EG genomen 
287 Waarover WP 78 (MARKT 11070/03), Advies 4/2003, COM (2003) 826 final, waann de Commissie een 
beschikking in combinatie met een internationale overeenkomst voorstelt om te komen tot een passend bescher­
mingsniveau voor doorgifte van passagiersgegevens naar de VS en WP 87 (MARKT 10019/04), Advies 2/2004 
288 Beschikking van de Commissie (2004/535/EG) van 14 mei 2004, waann de Commissie passend acht het niveau 
van bescherming bij doorgifte van passagiersgegevens uit het Passenger Name Record (PNR) door luchtvaart­
maatschappijen aan het Bureau of Customs and Border Protection van de VS Vgl ook Besluit van de Raad 
van de Europese Unie (2004/496/EG) van 17 mei 2004 en de Agreement between the European Community 
and the United States of Amenca on the processing and transfer of PNR data by air earners to the United States 
Department of Homeland Secunty, Bureau of Customs and Border Protection, Washington 28 mei 2004. 
289 HvJ EG 30 mei 2006, C 317/04 en c 318/04, vgl ook Rodngues 2006 
290 Beschikking van de Commissie (2000/518/EG) van 26 juli 00, zie ook WP 22 (DG MARKT 5054/99), Advies 
5/99 
291 Beschikking van de Commissie C(2003)1731 van 30 juni 03, vgl ook WP 63 (MARKT 11081/ 02), Advies 
4/2002 
292 Beschikking van de Commissie (2003/821/EG) van 21 november 2003, vgl. ook. WP 79 (MARKT 10595/03), 
Advies 5/2003 
293 Beschikking van de Commissie (2004/411/EG) van 28 apnl 2004, vgl ook' WP 82 (MARKT 11580/03), 
Advies 6/2003 
294 Vgl <www europa.eu int/coinm/intemal_market/pnvacy/adequacy_en htm> Onzeker is of een Commissie­
besluit bindt als deze met in een ministenele verordening of beschikking is omgezet Bij bevestigend antwoord 
roep ik de vraag op wat de toegevoegde waarde van art. 78 lid 2 sub a en b Wbp is BIJ ontkennend antwoord 
merk ik op dat eind 2004 geen enkel Commissiebesluit in een verordening of beschikking is omgezet Vgl.. Van 
Essen 2005 
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hebben die besluiten de nadelige consequentie dat doorgifte ook niet geoorloofd 
is als de individuele verwerking wel passend beschermd is. Denk aan de verwer­
king die na doorgifte door de Wbp beschermd wordt. De richtlijn lijkt die nadeli­
ge consequentie niet aan een negatief en een positief besluit te verbinden. De 
richtlijn lijkt voorop te stellen dat bepaalde doorgiften na een negatief besluit 
mogelijk blijven.295 
De Commissie heeft ten dele positief besloten ten aanzien van het niveau van 
bescherming in de VS en in Canada.296 Naar die landen is doorgifte in bepaalde 
situaties toegestaan. Naar een Amerikaanse onderneming is doorgifte bijvoorbeeld 
toegestaan als die onderneming deelneemt aan de safe harbor regeling.297 
De VS kennen, in tegenstelling tot de Lid Staten, veel specifieke, maar geen 
algemene wetgeving voor bescherming van persoonsgegevens. Wetgeving is voor­
handen op deelterreinen, maar in hoofdzaak gaan de VS van zelfregulering uit. De 
achterliggende gedachte is dat bedrijven het zich niet zouden kunnen permitteren 
om onzorgvuldig met gegevens om te springen. Dat zou het vertrouwen van de 
consument op het spel zetten.298 
Gelet op het ontbreken van wetgeving kon de Commissie geen positief besluit 
nemen over het niveau van bescherming in de VS in algemene zin.299 Het 
Amerikaanse Department of Commerce kwam met een altematieP00 dat inhoudt 
dat de Commissie positief besluit over het niveau van bescherming van 
Amerikaanse bedrijven die vrijwillig verklaren zich aan de safe harbor principles 
te houden. De safe harbor regeling was na twee jaar van fine tuning door de 
Commissie en het Department of Commerce in 2000 een feit.301 
De safe harbor regeling bestaat uit een Beschikking van de Commissie3"2; 
zeven Principles303; vijftien FAQs304 en een aantal andere documenten.30'' De FAQs 
maken deel uit van de safe harbor regeling; de Principles worden overeenkomstig 
de richtsnoeren in de FAQs uitgelegd.306 
295 Artikel 25 lid 4-6 richtlijn 95/46/EG, echter, vgl.: artikel 78 lid 2 sub a Wbp 
296 Naar de VS is doorgifte behalve op basis van hierna genoemde deelname aan safe harbor toegestaan op basis 
van Beschikking van de Commissie (2004/535/EG) van 14 apnl 2004 Naar Canada is doorgifte toegestaan op 
basis van: Beschikking van de Commissie (2002/2/EG) van 20 december 2001 
297 Beschikking van de Commissie (2000/520/EG) van 26 juli 2000 en US Department of Commerce, Safe Harhnr 
Privacy Principles, 21 juli 2000 Voor de complete regeling vgl.. Bijlagen I-VII bij Beschikking van de 
Commissie (2000/520/EG) van 26 juli 2000 of <www export gov/safeharbor/> 
298 Kamerstukken II, 1999/00, 27 043, nr 1, ρ 10, naar mijn mening houdt het argument steek bij gegevens van 
klanten, maar minder bij die van werknemers. 
299 Evenmin is er een negatief besluit als bedoeld in art. 25 (4) richtlijn 95/46/EG geweest de Commissie heeft 
dan ook geen onderhandelingen in de zin van art. 25 (5) richtlijn 95/46/EG gevoerd 
300 Voor achtergronden, vgl.. Blok 2001, p. 1607-1611. 
301 Met hulp van het Comité, vgl.: art 31 richtlijn 95/46/EG en de artikel 29-Groep, vgl.: WP 15 (DG MARKT 
5092/98), Advies 1/99, WP 19 (DG MARKT 5047/ 99), Advies 2/99, WP 21 (DG MARKT 5066/99), Advies 
4/99, WP 23 (DG MARKT 5075/99), Werkdocument, WP 27 (DG MARKT 5146/99), Advies 7/99; WP 31 
(DG MARKT 5019/00), Advies 3/2000; WP 32 (DG MARKT CA07/434/00), Advies 4/2000 
302 Beschikking van de Commissie (2000/520/EG) van 26 juli 2000 
303 Safe Harbor Privacy Principles, US Department of Commerce, 21 juli 2000, Bijlage I bij Beschikking van de 
Commissie (2000/520/EG) 
304 Frequently Asked Questions, US Department of Commerce, 21 juli 2000, Bijlage 11 bij Beschikking van de 
Commissie (2000/520/EG) 
305 Bijlage III-VII bij Beschikking van de Commissie (2000/520/EG) en Commissie 2002 en Commission 2004 
306 Art 1(1) Beschikking van de Commissie (2000/520/EG) 
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De kem van de safe harbor regeling wordt gevormd door de zeven safe harbor 
principles. De principles houden (in het kort) in dat een bedrijf om een safe har-
bor te bieden: 
- betrokkene moet informeren (over onder meer bereikbaarheid van het bedrijf 
voor klachten en vragen, het doel van de verwerking gegevens en eventuele 
verstrekking er van aan derden); 
- betrokkene de mogelijkheid moet bieden om secundair gebruik (waaronder 
het verstrekken van gegevens aan een derde) te blokkeren (opt-out)307 of om 
daar expliciet voor te kiezen als het om gevoelige gegevens gaat (opt-in); 
- naleving van bovenstaande beginselen moet verzekeren bij verstrekking aan 
een derde, niet zijnde deelnemer aan de safe harbor regeling (is de derde een 
bewerker, dan gelden daarnaast andere eisen); 
- gegevens moet beveiligen (is het Amerikaanse bedrijf een bewerker, dan moet 
een overeenkomst gesloten worden); 
- kwaliteit en evenredigheid met betrekking tot het gebruik van gegevens moet 
betrachten; 
- betrokkene mogelijkheid tot inzage en correctie moet bieden, tenzij de kosten 
of lasten of de rechten van anderen niet in verhouding staan tot het gevaar voor 
de persoonlijke levenssfeer van betrokkene308; 
- betrokkene mogelijkheden tot handhaving moet bieden, daartoe moet gega-
randeerd worden dat een bedrijf de beginselen naleeft (controle); moet betrok-
kene indien een bedrijf de beginselen niet naleeft mogelijkheden tot verhaal 
hebben en moeten er gevolgen aan verbonden zijn indien een bedrijf de begin-
selen niet naleeft.309 
De principles vragen weinig nadere toelichting: het betreffen min of meer dezelf-
de materiële eisen als de OECD (Organisation for Economie Co-operation and 
Development) Guidelines en de richtlijn 95/46/EG stellen. De formele eisen die 
de safe harbor regeling stelt, wijken wel van de OECD Guidelines en de richtlijn 
af. Die eisen houden in dat een (Amerikaans) bedrijf dat de principes onder-
schrijft: 
- openbaar moet verklaren dat het de safe harbor principles naleeft (bijvoor-
beeld in het privacy policy) en die ten uitvoer legt overeenkomstig de richt-
snoeren in de FAQs310; 
- moet vallen onder jurisdictie van de Federal Trade Commission (hierna: FTC) 
of de Department of Transportation. Op basis van de FTC Act kan de FTC 
nakoming van de bovengenoemde verklaringen afdwingen doordat niet nako-
ming oneerlijke en misleidende praktijken oplevert. Op basis van de United 
307 FAQ 12 Bijlage II bij Beschikking van de Commissie (2000/520/EG) 
308 FAQ 8 Bijlage II bij Beschikking van de Commissie (2000/520/EG) 
309 Inleiding bij Bijlage 1 en FAQ 7 en 11 Bijlage II bij Beschikking van de Commissie (2000/520/EG) 
310 Art 1 lid 2 sub a en FAQ 7 Bijlage II bij Beschikking van de Commissie (2000/520/EG), vgl over de wijze 
waarop hier uitvoering wordt gegeven Commission 2004 
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States Code heeft het Department of Transportation (hierna: DT) soortgelijke 
bevoegdheden.3" Onderhavig vereiste brengt mee dat de vennootschappen van 
het bankconcern geen gebruik van de safe harbor beschikking kunnen maken. 
De FTC noch de DT is bevoegd voor banken.312 Of het olieconcern voor de 
doorgifte van werknemersgegevens van safe harbor gebruik kan maken staat 
evenmin vast. Onzeker is de bevoegdheid van de FTC bij geschillen over gege­
vens van werknemers, omdat de bevoegdheid van de FTC beperkt is tot han­
delszaken. De Commissie heeft de FTC om opheldering gevraagd.313 Of de 
FTC die opheldering heeft verschaft is mij niet bekend; 
- een mechanisme voor geschillenbeslechting en handhaving moet kiezen314, dat 
kan een wettelijk of een zelfregulerend mechanisme315 zijn, het is ook moge­
lijk samen te werken met gegevensbeschermingsautoriteiten in de EU. Voor 
dat doel hebben die zich in een informeel Europees panel verenigd316; 
- een schriftelijke verklaring aan het Department of Commerce moet afgeven 
met daarin317: bereikbaarheidsgegevens; omschrijving van het gegevensge­
bruik en omschrijving van het gevoerde privacy policy. Een bedrijf dat een 
dusdanige verklaring heeft afgegeven, komt op een openbare lijst.318 
Het safe harbor alternatief biedt voor- en nadelen. Het voornaamste voordeel is dat 
het internationale handelsbelemmeringen voorkomt op een manier die recht doet 
aan de Amerikaanse traditie van zelfregulering. Het belangrijkste nadeel is dat 
safe harbor, zoals hierna zal blijken, de zoveelste regeling is die doorgifte naar 
derde landen moet bewerkstelligen. De regeling zelf bestaat uit diverse verschil­
lende regelingen, zoals de verschillende mogelijkheden voor rechtshandhaving en 
de verschillende uitzonderingen en aanvullingen in specifieke situaties.319 
- Individuele verwerking 
Heeft de Commissie over een land (nog) geen besluit genomen, dan beoordeelt de 
verantwoordelijke of de buiten de EU beoogde verwerking passend beschermd 
is.320 Artikel 76 Wbp bepaalt niet wanneer de individuele verwerking passend 
311 Bijlage bij Bijlage I, FAQ 11 Bijlage II; Bijlagen III en Bijlage V-VII bij Beschikking van de Commissie 
(2000/520/EG). 
312 Sectie 5 Federal Trade Commission Act, vgl · Bijlage V bij Beschikking van de Commissie (2000/520/EG) 
313 Commission 2004, ρ 10-11, vgl ook Commission 2002, ρ 9 
314 Art. 1 lid 2 sub b en lid 3 en FAQ 11 Bijlage VII bij Beschikking van de Commissie (2000/520/EG) 
315 Vgl.. Commissie 2002, ρ 7 
316 FAQ 5 Bijlage II bij Beschikking van de Commissie (2000/520/EG), vgl ook. <http//forum europa.cu int/ 
Public/irc/secureida/safeharbor/home> 
317 FAQ 6 Bijlage II bij Beschikking van de Commissie (2000/520/EG) 
318 Zie <http.//www export.gov/safeHartior/> Ovengens blijken bedrijven de verplichting om een verklaring bij 
het Department of Commerce afte leggen (ten onrechte) te vereenzelvigen met de eigen verplichting om open­
baar te maken dat en hoe een bedrijf de safe harbor principles naleeft, vgl Commissie 2002, ρ 8. 
319 Vgl. onder meer: FAQ 1-4, 9, 13-15 Bijlage II bij Beschikking van de Commissie (2000/520/EG) 
320 Kamerstukken II, 1997/1998, 25 892, nr. 3, ρ 193 
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beschermd is.321 Artikel 76 Wbp noemt, in navolging van richtlijn 95/46/EG wel 
omstandigheden waar de verantwoordelijke op moet letten. Het betreffen: de aard 
van de gegevens; het gebruiksdoel; de gebruiksduur; het land van herkomst; het 
land van eindbestemming; de algemene rechtsregels in het derde land; de secto-
riële rechtsregels in het derde land; de bestaande regels van het beroepsleven in 
het derde land en in het land van eindbestemming; de in het derde land en in het 
land van eindbestemming nageleefde veiligheidsmaatregelen en de overige 
omstandigheden van het geval. Artikel 76 Wbp noemt niet de omstandigheid dat 
de Wbp op de verwerking van toepassing is.322 Hoewel het voor de hand ligt dat 
de Wbp passende bescherming biedt, stelt artikel 76 Wbp dat niet. Dat maakt het 
(theoretisch) denkbaar dat doorgifte van door de Wbp beschermde persoonsgege-
vens niet geoorloofd is op grond van artikel 76 Wbp. 
11.5.2.3 Uitzondering 
Ontbreekt een passend niveau van bescherming op zowel het niveau van het recht 
van het derde land als op het niveau van de individuele verwerking, dan komt arti-
kel 77 Wbp in beeld. Op basis van artikel 77 lid 1 Wbp is doorgifte naar een land 
dat geen passend niveau van bescherming kent, in zes situaties mogelijk. 
Doorgifte is toegestaan indien één van die situaties zich voordoet. Of dat het geval 
is, is ter beoordeling van verantwoordelijke. 
Om rechtmatig te zijn, moet een op artikel 77 lid 1 Wbp gebaseerde doorgifte 
- net als iedere verwerking, aan de andere voorschriften van de Wbp voldoen.323 
De doorgifte moet (dus) onder andere een welbepaald, uitdrukkelijk omschreven 
doel hebben324, en dat doel moet door één van de in artikel 8 Wbp genoemde 
grondslagen gerechtvaardigd kunnen worden.325 
Artikel 77 lid 1 Wbp bepaalt326: '1. In afwijking van artikel 76 kan een door-
gifte of categorie van doorgiften van persoonsgegevens naar een derde land dat 
geen waarborgen biedt voor een passend beschermingsniveau, plaatsvinden 
indien: 
a. de betrokkene daarvoor zijn ondubbelzinnige toestemming heeft gegeven; 
b. de doorgifte noodzakelijk is voor de uitvoering van een overeenkomst tussen 
de betrokkene en de verantwoordelijke, of voor het nemen van precontractuele 
maatregelen naar aanleiding van een verzoek van de betrokkene die noodza-
kelijk zijn voor het sluiten van een overeenkomst; 
c. de doorgifte noodzakelijk is voor de sluiting of uitvoering van een in het 
belang van de betrokkene tussen de verantwoordelijke en een derde gesloten 
ofte sluiten overeenkomst; 
321 Ten aanzien van de eisen die de Artikel 29-Groep aan een passend niveau van bescherming heeft geformuleerd 
(WP 12 (DG XV D 5025/98) hebben de Europese Commissie en de Nederlandse regering geen officieel stand-
punt ingenomen (vgl Kamerslukken II, 1999/00, 27 043, nr 1, ρ 7 en overweging 3, Beschikking van de 
Commissie (2001/497/EG) van 15 juni 2004) 
322 Vgl Thyssen 2005 
323 Ari 6 Wbp 
324 Art 7 Wbp 
325 Overweging 60, richtlijn 95/46/EG 
326 Vgl art 26(1) richtlijn 95/46/EG 
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d. de doorgifte noodzakelijk is vanwege een zwaarwegend algemeen belang, of 
voor de vaststelling, uitvoering of de verdediging in rechte van enig recht; 
e. de doorgifte noodzakelijk is ter vrijwaring van een vitaal belang van de 
betrokkene; 
f. de doorgifte geschiedt vanuit een register dat bij wettelijk voorschrift is inge-
steld en dat door een ieder dan wel door iedere persoon die zich op een 
gerechtvaardigd belang kan beroepen, kan worden geraadpleegd, voor zover 
in het betrokken geval is voldaan aan de wettelijke voorwaarden voor raad-
pleging\ 
Opgemerkt wordt dat artikel 77 lid 1 Wbp niet de veelvuldig gebruikte grondslag 
van artikel 8 sub f Wbp bevat. Op basis van artikel 77 lid 1 Wbp is doorgifte (dus) 
niet mogelijk op basis dat de verantwoordelijke bij die doorgifte een gerechtvaar-
digd belang heeft.327 Omdat de grondslag van artikel 8 sub f Wbp ontbreekt, biedt 
artikel 77 lid 1 Wbp maar beperkt de mogelijkheid om door te geven, temeer daar 
de in artikel 77 lid 1 Wbp genoemde situaties restrictief geïnterpreteerd moeten 
worden.328 
a. ondubbelzinnige toestemming betrokkene 
De eerste specifieke uitzonderingssituatie op het verbod om door te geven wan-
neer een passend niveau van bescherming ontbreekt, betreft die dat de betrokkene 
uitdrukkelijk in de doorgifte heeft toegestemd. De term 'toestemming' is in arti-
kel 1 sub i Wbp gedefinieerd.329 Dat artikellid stelt drie eisen: toestemming moet 
vrij, specifiek en 'informed' zijn. 
De eis dat toestemming vrij moet zijn, levert, zo wordt algemeen aangenomen, 
in arbeidsverhoudingen problemen op.330 Dat brengt Fontein er toe doorgifte van 
gegevens van werknemers - bijvoorbeeld naar een centraal personeelsbestand in 
een derde land - op basis van toestemming afte raden.331 De Vries werpt - terecht 
naar mijn mening - de vraag op of dat past ''binnen het moderne arbeidsrechtelij-
ke denken'.^2 De mogelijkheid moet wel bestaan, wil toestemming vrij zin, dat de 
enkele werknemer toestemming intrekt of weigert. Doorgifte van gegevens van die 
werknemer moet dan alsnog onder een andere uitzonderingssituatie gebracht wor-
den.333 
327 Vgl paragraaf 113 2. 
328 Kamerstukken II, 1999/00, 27 043, nr 1, ρ 5, vgl.· WP 12 (DG XV 5025/98) en WP 114 (2093/05/EN) Anders 
vgl.: Berkvens 2003, ρ 171 die zich afvraagt ofart 26 (1) nchtlijn 95/46/EG en 77 (1) Wbp voor veelvoor­
komende of specifieke situaties geschreven geldt. De Commissie geeft geen uitsluitsel, zodat art 26 ( 1 ) vol­
gens Berkvens op veelvoorkomende situaties zou kunnen zien, het artikel zou dan een ruime uitleg toekomen. 
329 Vgl paragraaf 11 3.2 en 10.4.1 
330 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 65 en WP 48 (DG MARKT 5062/01), ρ 23 en herhaald in WP 
114 (2093/05/EN) en Terstegge 2002a en 2002b, vgl paragraaf 11 3.2 
331 Fontein 2004, ρ 207 
332 DeVnes2005, ρ 266 
333 Alonso Blas 2003, ρ 19. 
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Om specifiek te zijn, moet toestemming in verband met artikel 77 lid 1 sub a Wbp 
betrekking op de doorgifte hebben.334 De eis dat toestemming op informatie moet 
berusten, houdt onder meer in dat betrokkene van het niveau van bescherming in 
het derde land op de hoogte moet worden gebracht.335 Alonso Blas merkt op dat 
toestemming die aan de eisen van artikel 1 Wbp voldoet dus alleen mogelijk is 
wanneer rechtstreeks contact tussen verantwoordelijke en betrokkene mogelijk is. 
Alonso Blas raadt toestemming als basis voor doorgifte bij grote groepen betrok­
kenen dan ook af.336 
De toestemming moet, om doorgifte op artikel 77 lid 1 sub a Wbp te baseren, 
tot slot 'uitdrukkelijk' zijn. Niet voldoende is, dat betrokkene geen bezwaar maakt 
(opt-out).337 
b. overeenkomst tussen betrokkene en verantwoordelijke 
De tweede uitzonderingssituatie van artikel 77 lid 1 Wbp betreft die waarin de 
doorgifte noodzakelijk is voor de uitvoering van een overeenkomst tussen de 
betrokkene en de verantwoordelijke, of voor het nemen van precontractuele maat­
regelen naar aanleiding van een verzoek van de betrokkene die noodzakelijk zijn 
voor het sluiten van een overeenkomst. 
Onderdeel b (evenals onderdelen c tot en met e) stelt de eis dat doorgifte 
'noodzakelijk' is. Fontein omschrijft 'noodzakelijk' in dit verband als: 'niet slechts 
faciliterend of gemakkelijk [...] voor het doeV. Doorgifte moet met het oog op het 
doel proportioneel en subsidiair zijn. Dat betekent dat niet meer gegevens mogen 
worden doorgegeven dan voor het doel noodzakelijk is en dat er geen minder 
ingrijpende middelen dan doorgifte mogen zijn om het doel te bereiken.338 
Voorbeeld: algemeen aangenomen wordt dat het niet noodzakelijk voor de uit­
voering van een arbeidsovereenkomst is, om een personeelsadministratie naar een 
derde land te verplaatsen, bijvoorbeeld door die administratie aan een bewerker in 
een derde land uit te besteden. De doorgifte vindt dan plaats om kosten te bespa­
ren en niet omdat het noodzakelijk is om de overeenkomst uit te voeren.339 De 
doorgifte van werknemersgegevens kan bijvoorbeeld wel noodzakelijk zijn om 
een arbeidsovereenkomst uit te voeren met een werknemer die in een derde land 
is gedetacheerd.340 Denk aan de doorgifte van gegevens van werknemers door de 
vennootschap Diensten plc van het olieconcern uit hoofdstuk 2 aan de afdelingen 
Personeel en Organisatie van de werkmaatschappijen waar de werknemer gedeta­
cheerd is. 
334 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 194 
335 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 194 
336 Alonso Blas 2003, ρ 19 
337 Cuijpers 2003, ρ 76-77 
338 Fontein 2004, ρ 207-208, vgl Alonso Blas 2003, ρ 20 
339 Fontein 2004, ρ 208 en WP 114 (2093/05/EN), ρ 13 
340 Fontein 2004, ρ 208 
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Artikel 77 lid 1 sub b Wbp vereist wel dat de doorgevende verantwoordelijke een 
overeenkomst met de werknemer heeft. Diensten plc kan op basis van artikel 77 
lid 1 sub b Wbp gegevens van een werknemer aan een werkmaatschappij doorge­
ven. Diensten plc sluit de arbeidsovereenkomst met de werknemers van het olie­
concern. 
c. overeenkomst tussen verantwoordelijke en derde, in belang van 
betrokkene 
Onderdeel c staat toe de doorgifte die 'noodzakelijk is voor de sluiting of uitvoe­
ring van een in het belang van de betrokkene tussen de verantwoordelijke en een 
derde gesloten ofte sluiten overeenkomst.'' Die mogelijkheid biedt artikel 8 sub b 
Wbp niet. De doorgifte dient wel noodzakelijk te zijn. Dat betekent dat ook onder­
deel c de outsourcing van de personeelsadministratie bij een bewerker buiten de 
EU (vanwege de overeenkomst die de verantwoordelijke terzake met de bewerker 
heeft) niet mogelijk maakt.341 
Voorbeeld van een doorgifte die onderdeel c mogelijk maakt: de uitvoering van 
een door een klant van het bankconcern verstrekte betaalopdracht brengt mogelijk 
doorgifte van gegevens mee. De doorgifte van gegevens van de klant baseert het 
bankconcern op onderdeel b, vanwege de betaalovereenkomst die het met de klant 
heeft. De doorgifte van gegevens van de begunstigde die geen klant van het bank­
concern is, baseert het bankconcern op onderdeel c. De begunstigde heeft belang 
bij de uitvoering van de overeenkomst tussen het bankconcern en de klant.342 
Ander voorbeeld dat de wetsgeschiedenis noemt, betreft de doorgifte van gege­
vens van een verzekerde door een verzekeraar naar een herverzekeraar in een 
derde land. Hoewel de verzekerde geen partij is bij de overeenkomst tussen de ver­
zekeraar en de herverzekeraar, heeft hij daar wel belang bij.343 Geen belang heeft 
een verzekerde bijvoorbeeld bij doorgifte van zijn gegevens met het oog op direct 
marketing.344 
d. zwaarwegend algemeen belang 
Onderdeel d van artikel 77 lid 1 Wbp staat toe de doorgifte die noodzakelijk is 
vanwege een zwaarwegend algemeen belang, of voor de vaststelling, uitvoering of 
de verdediging in rechte van enig recht. 
Ten eerste staat onderdeel d toe, doorgifte die noodzakelijk is met het oog op 
een zwaarwegend algemeen belang. Het moet gaan om een belang in Nederland 
en niet in het derde land.345 Het onderdeel heeft doorgifte naar overheidsinstellin­
gen op het oog, bijvoorbeeld naar douanes.346 Volgens Kuner maakt een zwaarwe-
341 WP 114(2093/05/EN), ρ 7 
342 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 194 
343 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 194 
344 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 194 
345 Fontein 2004, ρ 208, vgl WP 114 (2093/05/EN), ρ 15 
346 Overweging 58, richtlijn 95/46/EG 
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gend algemeen belang in bijzondere situaties ook doorgifte in de private setting 
mogelijk. Hij denkt aan een betaalinfrastructuur die een systeem wil opzetten om 
wereldwijd frauduleuze transacties op te sporen.347 
Ten tweede staat onderdeel d toe de doorgifte die nodig is voor de vaststelling, 
uitvoering of verdediging van een recht in rechte. De tweede situatie van onder-
deel d heeft voor de private sector zeker relevantie. Denk aan de werknemer die 
tegen een werkmaatschappij van het olieconcern buiten de EU een rechtszaak aan-
spant. De doorgifte van gegevens van de werknemer door Diensten plc aan de 
werkmaatschappij (of aan de werknemer) is dan op grond van onderdeel d geoor-
loofd. De mogelijkheid dat de werknemer een rechtszaak aanspant is volgens de 
artikel 29-Groep niet voldoende.348 
e. vitaal belang betrokkene 
Artikel 77 lid 1 sub e Wbp staat doorgifte toe ter vrijwaring van een vitaal belang 
van de betrokkene. Verwezen zij naar hetgeen ik in paragraaf 11.3.2 opmerkte met 
betrekking tot artikel 8 sub d Wbp. 
f. openbaar register 
De laatste uitzonderingssituatie die artikel 77 lid Wbp noemt, betreft de doorgifte 
die geschiedt ''vanuit een register dat bij wettelijk voorschrift is ingesteld en dat 
door een ieder dan wel door iedere persoon die zich op een gerechtvaardigd 
belang kan beroepen, kan worden geraadpleegd, voor zover in het betrokken geval 
is voldaan aan de wettelijke voorwaarden voor raadpleging1. Openbare registers 
zijn onder meer het Kadaster en het Handelsregister van de Kamer van Koop-
handel. 
Onderdeel f is opgenomen vanuit de gedachte dat het feit dat een persoon zich 
in een derde land bevindt, geen belemmering mag vormen om een openbaar regis-
ter te raadplegen. Overweging 58 voorafgaand aan de richtlijn maakt duidelijk dat 
artikel 77 lid 1 sub f Wbp doorgifte van grote hoeveelheden gegevens uit een 
openbaar register (bijvoorbeeld voor data mining349) niet toestaat. 
Ter illustratie: negentig procent van de in Nederland gemelde doorgiften heeft 
plaats naar een land zonder een passend beschermingsniveau. Dat waren anno 
2004 2200 doorgiften. Die doorgiften zouden dus onder artikel 77 lid 1 of lid 2 
Wbp vallen. Bij het Cbp zijn tot nu toe 40 aanvragen op basis van artikel 77 lid 2 
Wbp gedaan. De overige 2160 doorgiften zouden dus onder één van de beperkte 
uitzonderingen van artikel 77 lid 1 Wbp vallen.350 De meeste doorgiften worden 
dus gebaseerd op artikel 77 lid 1 Wbp. Het wekt dan ook weinig verwondering dat 
de praktijk de uitzonderingen ruimer probeert uit te leggen.351 
347 Kuner2003, ρ 165 
348 WP ΙΙ4(2093/05/ΕΝ), ρ 15 
349 Alonso Blas 2003, ρ 22 
350 Fontein 2004, ρ 204-207 
351 Fonlein 2004, ρ 211 
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11.5.2.4 Vergunning 
De laatste mogelijkheid om persoonsgegevens door te geven zonder dat een derde 
land of een individuele verwerking passend beschermd is, biedt artikel 77 lid 2 
Wbp. Dat artikellid bepaalt: 'o/jze Minister [kan] gehoord het College, een ver­
gunning geven voor een doorgifte of een categorie doorgiften van persoonsgege­
vens naar een derde land dat geen waarborgen voor een passend beschermings­
niveau biedt. Aan de vergunning worden de nadere voorschriften verbonden die 
nodig zijn om de bescherming van de persoonlijke levenssfeer en de fundamente­
le rechten en vrijheden van personen, alsmede de uitoefening van de daarmee ver­
band houdende rechten te waarborgen'?η 
Artikel 77 lid 2 Wbp bepaalt dat de minister de vergunning verleent. De minis­
ter doet dat na overleg met het Cbp. De praktijk is dat een aanvraag rechtstreeks 
bij het Cbp wordt gedaan.353 Het Cbp bereidt de beschikking voor; uiteindelijk 
beslist de minister of de vergunning verleend wordt of niet.354 
Artikel 78 Wbp houdt verband met artikel 77 lid 2 Wbp. De bepaling verplicht 
de minister om de Commissie op de hoogte te brengen van de verleende vergun­
ningen.355 De Commissie en de andere Lid Staten hebben de mogelijkheid om 
tegen de verleende vergunning verzet aan te tekenen.356 De minister moet de ver­
gunning intrekken of wijzigen indien het verzet uitmondt in een besluit van de 
Commissie of van de Raad.357 De Commissie en de Lid Staten hebben tot nu toe 
tegen geen enkele melding door het Cbp verzet aangetekend.358 
- Voldoende waarborgen 
Artikel 77 Wbp bepaalt niet wanneer de minister een vergunning af moet geven. 
Artikel 26 richtlijn 95/46/EG geeft als maatstaf dat de verantwoordelijke: 'vol­
doende waarborgen' moet bieden ten aanzien van de bescherming van de per­
soonlijke levenssfeer, de fundamentele rechten en vrijheden van personen, alsme­
de ten aanzien van de uitoefening van de daaraan verbonden rechten'. 
De artikel 29-Groep359 heeft de uitdrukking 'voldoende waarborgen' van een 
uitleg voorzien. De Groep neemt het 'passend beschermingsniveau' als uitgangs­
punt bij 'voldoende waarborgen'.360 De minister lijkt de interpretatie door de 
Groep te volgen.361 De Nederlandse literatuur uit kritiek op die interpretatie. 
352 Vgl. art 26 (2) richtlijn 95/46/EG 
353 Vgl aanvraagformulier, Cbp 2004a, dat verstuurd moet worden t a ν de minister van Justitie p/a College 
bescherming persoonsgegevens Den Haag 
354 Van Puijenbroek merkt op dat deze gang van zaken stnjdig met de Awb is Ex art. 4 I Awb moet de aanvraag 
ingediend worden bij het bestuursorgaan dat de beschikking neemt, vgl.. Cuijpers 2003, ρ 80-81. 
355 Art 78 lid sub b Wbp 
356 Art. 26 (3) richtlijn 95/46/EG 
357 Art 78 (2) sub c Wbp, vgl. ook' art 26 (3) f 31 (2) nchtlijn 95/46/EG 
358 Fontein 2004, ρ 206-207 
359 Als gezegd ontleent de Groep bestaansrecht aan artikel 29, nchtlijn 95/46/EG, welk artikel bepaalt dat de 
Groep onafhankelijk is, welke onafhankelijkheid gelet op de samenstelling van de Groep uit vertegenwoordi­
gers van toezichthoudende autoriteiten en een vertegenwoordiger van de Commissie, betrekkelijk is, vgl : 
Berkvens 2004c, ρ 156 Artikel 30 richtlijn 95/46/EG omschrijft de taak van de Groep als adviserend 
360 WP 12 (DG XV D/5025/98), ρ 18 
361 Kamerstukken II, 1999/2000, 27 043, nr l,p 12 
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Volgens Van Puijenbroek is het 'dogmatisch onjuist' om bij de uitleg van 'vol-
doende waarborgen 'aan te knopen bij die van een 'passend beschermingsniveau' 
omdat het betekent 'dat het stelsel van te treffen waarborgen moet leiden tot een 
passend beschermingsniveau. Als sprake is van een passend beschermingsniveau, 
dan is evenwel artikel 25 richtlijn (artikel 76 Wbp) van toepassing en niet artikel 
26 lid 2 richtlijn (artikel 77 lid 2 Wbp)\3i2 
Van Puijenbroeks visie wordt door Merkus overgenomen.363 Merkus meent dat 
tussen artikel 76 en 77 lid 2 Wbp wel een verschil móét bestaan, omdat de uitleg 
door de artikel 29-Groep anders tot een cirkelredenering leidt. Voldoende waar-
borgen zijn vereist wanneer het beschermingsniveau niet passend is, terwijl van 
voldoende waarborgen (pas) sprake is bij een passend beschermingsniveau. 
Volgens Merkus verschillen artikel 76 en 77 Wbp doordat ze op verschillende 
situaties zien.364 Artikel 76 Wbp staat volgens Merkus doorgifte toe naar een derde 
land dat een passend niveau van bescherming biedt. Artikel 77 Wbp staat volgens 
Merkus doorgifte toe naar een land dat geen passend niveau van bescherming 
biedt. Merkus vervolgt evenwel dat een land dat geen passend beschermingsni-
veau kent, een vergunning kan krijgen.365 Daarin verschil ik met haar van mening: 
het is de verantwoordelijke die voldoende waarborgen moet creëren.366 De verant-
woordelijke kan een vergunning krijgen, niet een land. Merkus' redenering mis-
kent bovendien dat niet alleen een derde land passend bescherming kan bieden, 
maar ook een individuele verwerking. 
Voor Berkvens roept een en ander de (retorische) vraag op 'of de uitleg die de 
artikel 29-Groep heeft gegeven de enige waarheid vertegenwoordigt' .367 Volgens 
hem hoeven 'voldoende waarborgen' op basis van de tekst van richtlijn 95/46/EG 
niet het niveau van passende bescherming te bieden. Volgens Berkvens houdt de 
Groep een restrictievere uitleg aan dan de richtlijn. In die restrictievere uitleg is 
het niet nodig een doorgifte van een vergunning afhankelijk te stellen.368 In een 
minder restrictieve benadering kunnen waarborgen voldoende zijn zonder dat een 
passend niveau van bescherming wordt geboden. Dan kan een vergunning op zijn 
plaats zijn: in feite is een vergunning dan een waarborg om een minder hoog 
niveau van bescherming te compenseren. Volgens Berkvens moet het belang van 
een ruimere uitleg van 'voldoende waarborgen' worden gezocht in het verzekeren 
van het vrije verkeer van gegevens: een van de doelstellingen van de richtlijn.369 
362 Cuijpers 2003, ρ 86 
363 Merkus 2004, ρ 12-16 
364 Merkus 2004, ρ 13 
365 Merkus 2004, ρ 12 en 15 
366 Art 26 (2) nchtlijn 95/46/EG 
367 Berkvens 2004c, p. 156 
368 Berkvens 2004c, ρ 158 
369 Overweging 4 Beschikking van de Commissie (2001/497/EG) 
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- Contracten en modelcontracten 
Artikel 77 Wbp bepaalt niets met betrekking tot de vorm van een waarborg. 
Artikel 26 richtlijn 95/46/EG biedt meer duidelijkheid. Dat artikel bepaalt dat een 
waarborg lmet name [kan] voortvloeien uit passende contractuele bepalingen\i70 
Daarnaast voorziet artikel 26 richtlijn 95/46/EG in de mogelijkheid van model-
contracten. Dat zijn contracten waarvan de Commissie besluit dat ze voldoende 
waarborgen bieden. De Lid staten moeten zich naar een besluit van de Commissie 
'voegen'.371 De Nederlandse wetgever beschouwt contracten en modelcontracten 
eveneens als voor de hand liggende waarborgen.372 
De vraag naar de inhoud van een contract is beïnvloed door de uitleg van de 
artikel 29-Groep van 'voldoende waarborgen'. Dat betekent dat een contract, vol-
gens de Groep, garanties moet bieden conform een 'passend beschermingsni-
veau'.373 De Commissie, de wetgever en het Cbp delen, zoals gezegd, de mening 
van de Groep.374 Dat betekent dat een contract eisen moet stellen in verband met 
specificiteit; evenredigheid en kwaliteit; transparantie; beveiliging; inzage, cor-
rectie en verzet en beperking van doorgiften naar derden. Op die manier wordt een 
voldoende niveau van bescherming gewaarborgd. Om te garanderen dat partijen 
dat niveau daadwerkelijk bieden, moet een contract daarnaast eisen stellen met 
betrekking tot de naleving er van; het verlenen van bijstand aan betrokkene en 
schadevergoeding aan betrokkene bij het niet nakomen er van. Ik verwijs naar het-
geen ik hierover eerder in deze paragraaf opmerkte. Ik beperk mij hier tot de 
bespreking van enkele punten waarop bovenstaande eisen, volgens de Groep, in 
een contract geconcretiseerd moeten worden375: 
- Het contract moet bovenstaande eisen toespitsen op de doorgifte in kwestie. 
Het is niet voldoende om overeen te komen dat de doorgifte voor een speci-
fiek doel plaatsvindt. Het contract moet het specifieke doel in detail omschrij-
ven. Het contract is op die manier minder geschikt als het om incidentele of 
niet-gelijksoortige doorgiften gaat. Dat is bij doorgiften tussen groepsmaat-
schappijen doorgaans niet het geval. Denk aan doorgifte van personeelsgege-
vens door HRM aan verschillende werkmaatschappijen: doordat die doorgif-
ten gelijksoortig zijn, lenen ze zich om in een contract geregeld te worden. 
- Het contract met betrekking tot doorgifte naar een ontvanger die beslist over 
het doel van de (ontvangen) gegevens, moet hoge eisen stellen. Het contract 
met betrekking tot doorgifte naar een bewerker mag (dus) minder hoge eisen 
370 Art 26 lid 2 richtlijn 95/46/EG Het idee is met nieuw, vgl CNIL 11 juli 1989, Deliberation No 89-78 en 
Vassilaki 1993, ρ 33-37 
371 Art 26 (4) nchtlijn 95/46/EG 
372 Kamerstukken Π, 1997/1998, 25 892, nr 3, ρ 195, zo ook Kamerstukken II, 1999/00, 27 043, nr 1, ρ 12-13 
373 WP 12 (DG XV D/5025/98), ρ 16-25 
374 Vgl aanhangsel 2 en preambule 11-14 en 22, Beschikking van de Commissie (2001/497/EG), Kamerslukken 
II, 1999/00, 27 043, nr 1, ρ 12 en Alonso Blas 2003, ρ 25 
375 WP 12 (DG XV D/5025/98), ρ 23-25, vgl Alonso Blas 2003, ρ 16-27 
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bevatten. De bewerker beslist namelijk niet over het doel waar de gegevens 
voor verwerkt gaan worden. Daarnaast is volgens de artikel 29-Groep op de 
verwerking door de bewerker het recht van toepassing van het land waar de 
doorgevende verantwoordelijke gevestigd is.376 De richtlijn bepaalt dat naar 
mijn mening, zoals gezegd, niet.377 De in de EU gevestigde verantwoordelijke 
is voor de verwerking van aan een bewerker doorgegeven gegevens wel aan-
sprakelijk. 
Een contract met betrekking tot doorgifte naar een derde moet (dus) hoge 
eisen stellen, aldus de Groep. Het contract kan bijvoorbeeld een 'derdebeding' 
(ten gunste van betrokkene) bevatten. Denkbaar is ook dat het contract hoof-
delijke aansprakelijkheid vestigt. Het contract kan de verdere verwerking door 
de ontvangende partij verder inperken door die verwerking nader te omschrij-
ven. 
- Het contract moet in controle op de ontvangende verantwoordelijke voorzien. 
Het heeft de voorkeur dat de toezichthouder uit de Lid Staat van de doorge-
vende verantwoordelijke die controle uitoefent. De Groep betwijfelt - terecht 
naar mijn mening - of controle door een toezichthouder uit een Lid Staat haal-
baar is. Enige vorm van externe controle is derhalve al voldoende. 
- Het recht van het land waarnaar doorgifte plaats vindt, mag de Staat niet meer 
bevoegdheden toekennen om toegang tot informatie te verkrijgen, dan volgens 
internationale normen inzake bescherming van mensenrechten gangbaar is. 
Dus, als die normen niet gewaarborgd zijn, dan kan het contract het gebrek aan 
een passend beschermingsniveau (dus) niet helen, waardoor het doorgeven 
naar zo'n land in alle opzichten onmogelijk kan zijn. Het verdient naar mijn 
mening dan ook aanbeveling deze eis te laten vallen; ze belemmert het inter-
nationale handelsverkeer. 
De Commissie lijkt in te stemmen met de eisen die de Groep aan de inhoud van 
een contract stelt. Dat is op te maken uit de door de Commissie opgestelde en 
goedgekeurde modelcontracten.378 Die modelcontracten komen in grote lijnen met 
de eisen die de Groep stelt overeen: 
- De Commissie heeft zelf twee modelcontracten opgesteld en goedgekeurd: 
één voor doorgifte naar bewerkers379 en één voor doorgifte naar verantwoor-
delijken.380 Of de ontvangende partij verantwoordelijke of bewerker is, is voor 
het gebruik van modelcontracten dus essentieel. Ik merk op dat het onder-
scheid, zoals we in paragraaf 8.4.2 zagen, niet altijd eenvoudig te maken is.381 
376 Vgl.. WP 56 (DG MARKT 5035/01), noot 17 en Alonso Blas 2003, ρ 24. 
377 Vgl.: paragraaf 115 1 
378 Beschikking van de Commissie (2001/497/EG) en Beschikking van de Commissie (2002/16/EG) 
379 Beschikking van de Commissie (2001/497/EG) 
380 Beschikking van de Commissie (2002/16/EG) 
381 Vgl paragraaf 8 4 2 
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- De ontvangende verantwoordelijke verklaart in het modelcontract voor door-
gifte naar een verantwoordelijke de gegevens te verwerken overeenkomstig182: 
1. de beginselen opgenomen in aanhangsel 2; of 
2. de toepasselijke bepalingen van het in het land van de doorgevende ver-
antwoordelijke geldende gegevensbeschermingsrecht; of 
3. de toepasselijke bepalingen van een besluit van de Commissie over de 
gepastheid van het niveau van bescherming van een bepaalde sector in een 
derde land, mits de ontvangende verantwoordelijke in het derde land 
gevestigd is en niet onder die bepalingen valt en mits die bepalingen gel-
den in de sector waar doorgifte in plaats heeft.3" Ik neem aan dat de 
Commissie hier doelt op de situatie dat een verantwoordelijke de safe har-
bor principles naleeft, zonder aan de safe harbor regeling deel te nemen. 
De ontvangende verantwoordelijke moet in alledrie de gevallen de beginselen 
van specificiteit; inzage, correctie en verzet en beperking van doorgiften naar 
derden naleven.384 Deze eis is naar mijn mening onnodig omdat die beginse-
len in alledrie de gevallen al gelden. 
In het modelcontract betreffende doorgifte naar een bewerker, verklaart de 
ontvangende bewerker gegevens te gebruiken overeenkomstig385: 
1. de instructies van de verstrekkende verantwoordelijke; 
2. de technische en organisatorische beveiligingsmaatregelen als omschreven 
in aanhangsel 2. 
- In beide modelcontracten moet een aantal eisen in verband met de concrete 
doorgifte worden toegelicht. In beide contracten moet daarnaast bepaalde 
informatie over beide contractpartijen opgenomen worden.386 
- In beide modelcontracten is een derdenbeding ten gunste van betrokkene 
opgenomen. De betrokkene kan van een aantal clausules in het modelcontract 
nakoming vorderen.387 De betrokkene kan onder meer inzage vorderen.388 Dat 
inzagerecht moet in een derdenbeding verankerd worden: de ontvangende ver-
antwoordelijke is op basis van de Wbp namelijk niet tot het geven van inzage 
te verplichten. De doorgevende verantwoordelijke hoeft naar mijn mening niet 
via het derdenbeding tot inzage verplicht te worden.389 De doorgevende ver-
antwoordelijke is daar op basis van artikel 35 Wbp al toe verplicht. 
382 Clausule 5 sub b Beschikking en Beschikking van de Commissie (2002/16/EG) van 27 december 2001 
383 Art 25 (6) richtlijn 95/46/EG 
384 Aanhangsel 2 of aanhangsel 3 Beschikking van de Commissie (2001/497/EG). Clausule 5 van Beschikking van 
de Commissie (2001/497/EG) verklaart aanhangsel 3 van toepassing in de tweede en de derde situatie 
385 Bepaling 5 sub a en c Beschikking van de Commissie (2002/16/EG) 
386 Aanhangsel 1 beschikking van de Commissie (2001/497/EG) en aanhangsel 1 Beschikking van de Commissie 
(2002/16/EG) 
387 Clausule 3 Beschikking van de Commissie (2001/497/EG) en bepaling 3 Beschikking van de Commissie 
(2002/16/EG) 
388 Clausule 3 jo 5 onder c Beschikking van de Commissie (2001/497/EG) 
389 Clausule 3 jo 4 onder d Beschikking van de Commissie (2001/497/EG). 
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In het contract voor doorgifte naar een verantwoordelijke zijn beide partijen hoof-
delijk aansprakelijk voor nakoming van het derdenbeding.390 De beide partijen 
zijn ten opzichte van betrokkene dus hoofdelijk verbonden schuldenaren. 
- In beide modelcontracten wordt voorzien in de mogelijkheid van controle door 
de toezichthouder van de Lid Staat waar de doorgevende verantwoordelijke is 
gevestigd.39' 
- In beide modelcontracten verklaart de ontvangende partij 'geen reden [te heb-
ben] om aan te nemen dat de op hem toepasselijke wetgeving hem belet zijn 
verplichtingen krachtens het contract na te komen'.192 Het gaat niet om belet-
selen in het op de ontvanger van toepassing zijnde recht die in een democrati-
sche samenleving noodzakelijk zijn.393 Het recht dat voor de ontvangende par-
tij geldt mag beperkingen bevatten als bedoeld in artikel 13 van de richtlijn 
(artikel 43 Wbp). Het gaat onder meer om beperkingen met het oog op de vei-
ligheid van de Staat. 
Op bepaalde punten zijn de modelcontracten specifieker dan de eisen die de 
Groep stelt, en wel ten aanzien van: 
- Bemiddeling en rechtsmacht: indien betrokkene het derdenbeding inroept, is 
de keus aan hem om het geschil te onderwerpen aan394: 
1. bemiddeling door een onafhankelijk persoon; of 
2. bemiddeling door de toezichthouder; of 
3. voorlegging aan een rechter in de Lid Staat waar de doorgevende partij 
gevestigd is; of 
4. voorlegging aan een scheidsgerecht, mits de bij het geschil betrokken par-
tij met die keuze instemt.395 
- Toepasselijk recht: op beide modelcontracten is het recht van de Lid Staat van 
de vestiging van de doorgevende verantwoordelijke van toepassing.396 Het 
recht van die Lid Staat bepaalt de uitleg; nakoming en de gevolgen van niet 
nakoming van de overeenkomst. 
390 Clausule 6 (2) Beschikking van de Commissie (2001/497/EG) 
391 Clausule 8 Beschikking van de Commissie (2001/497/EG) en bepaling 8 Beschikking van de Commissie 
(2002/16/EG). 
392 Clausule 5 sub a Beschikking van de Commissie (2001/497/EG) en bepaling 5 sub b Beschikking van de 
Commissie (2002/16/EG) 
393 Art. 4 (1) sub a Beschikking van de Commissie (2001/497/EG) en art 4 (1) sub a Beschikking van de 
Commissie (2002/16/EG). 
394 Clausule 7 Beschikking van de Commissie (2001/497/EG) en bepaling 7 Beschikking van de Commissie 
(2002/16/EG) 
395 En mits die partij 'gevestigd is in een land dat het Verdrag van New York nopens de tenuitvoerlegging van m 
het buitenland gewezen scheidsrechterlijke uitspraken heeft geratificeerd' 
396 Clausule 10 Beschikking van de Commissie (2001/497/EG) en bepaling 9 Beschikking van de Commissie van 
(2002/16/EG) 
Hoofdstuk 11 225 
- Wijziging: wijziging van beide modelcontracten is niet mogelijk.397 Het 
modelcontract is slechts aan te vullen voorzover dat niet tegen het modelcon-
tract indruist.398 
- Beëindiging: beëindiging van het modelcontract met een verantwoordelijke 
ontheft partijen ten aanzien van doorgegeven gegevens niet van de verplich-
tingen uit het contract.399 Beëindiging van het modelcontract met een bewer-
ker verplicht tot teruggave of vernietiging van (kopieën van) de gegevens.400 
Naast de Commissie zelf, heeft de International Chamber of Commerce (hierna: 
ICC) een modelcontract ontworpen.401 Het modelcontract van de ICC beoogt op 
een meer flexibele en praktische manier een beschermingsniveau te bieden dat 
gelijk is aan het in de door de Commissie goedgekeurde modelcontracten.402 Het 
contract is uitsluitend bestemd voor doorgifte tussen twee verantwoordelijken. 
Het meest in het oog springende verschil is dat het door de ICC opgestelde 
contract niet in hoofdelijke, maar in 'subsidiaire' aansprakelijkheid voorziet.403 
Dat betekent dat in principe de partij, die het contract niet nakomt, aansprakelijk 
is.404 Dat is anders indien een in het derdenbeding aan de betrokkene toegekend 
recht niet is nagekomen. Dan kan betrokkene bij de doorgevende verantwoorde-
lijke nakoming door de ontvangende verantwoordelijke vorderen. De doorgeven-
de verantwoordelijke krijgt een redelijke termijn om de ontvangende verantwoor-
delijke te bewegen tot nakoming. Na het verstrijken van die termijn wordt ook de 
doorgevende verantwoordelijke aansprakelijk voor niet nakoming door de ontvan-
gende verantwoordelijke van een in het derdenbeding aan betrokkene toegekend 
recht. 
Het door de ICC ontworpen contract stemt voor het overige in grote lijnen 
overeen met dat van de Commissie. Het werd door de Commissie eind 2004 goed-
gekeurd.405 
Naast de bovenstaande eisen die aan de inhoud van contracten en modelcontrac-
ten gesteld worden, is in Nederland nog van belang dat voor doorgifte op basis van 
een modelcontract vooralsnog een vergunning vereist is. 
397 Clausule 11 Beschikking van de Commissie (2001/497/EG) en bepaling 10 Beschikking van de Commissie 
(2002/16/EG) 
398 Overweging 4 Beschikking van de Commissie (2001/497/EG) en overweging 4 Beschikking van de Commissie 
(2002/16/EG) 
399 Clausule 9 Beschikking van de Commissie (2001/497/EG) 
400 Bepaling 11 Beschikking van de Commissie (2002/16/EG) 
401 In samenwerking met Federation of European Direct Marketing (FEDMA), The EU Committee of the 
American Chamber of Commerce in Belgium, Japan Business Council in Europe, Confederation of British 
Industry (CBI), International Communications Round Table (ICRT) en European Information and 
Communications Technology Industry Association (EICTA), vgl ICC 2003a 
402 Kuner 2003, ρ 152 (lid van de ICC Working Party on Data Protection involved in drafting the model clauses), 
anders artikel-29 Groep, vgl Linkomies 2004 
403 WP 84 (MARKT 11754/03), ρ 6, Linkomies 2004 
404 Clause III, ICC 2003a 
405 Commission Decision C (2004) 527Ivan december 2004, overeenkomstig art 26 (4) richtlijn 95/46/EG 
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Artikel 77 lid 2 Wbp bepaalt niets over modelcontracten. Artikel 77 lid 2 Wbp ver-
leent (dus) geen vrijstelling van de vergunning voor doorgifte op basis van een 
modelcontract. Vooralsnog is de officiële visie van de Nederlandse wetgever en 
van het Cbp dat een vergunning (dus) verplicht is voor doorgifte op basis van een 
modelcontract.406 
In de literatuur wordt de visie van de wetgever en het Cbp bekritiseerd.''07 In de 
literatuur wordt een vergunning onnodig geacht omdat een (model)contract 'vol-
doende waarborgen' vereist. In die door de artikel 29-Groep gegeven uitleg garan-
deren 'voldoende waarborgen' een 'passend beschermingsniveau'. Dat maakt het 
onnodig een vergunning te vereisen: bij passende bescherming is doorgifte toege-
staan op basis van artikel 76 Wbp. De vraag is, zoals gezegd, of de restrictieve 
benadering van de artikel 29 Groep de juiste is.408 In een minder restrictieve bena-
dering kunnen waarborgen voldoende zijn zonder dat een passend niveau van 
bescherming wordt geboden. In die benadering gaat de in de literatuur gehuldig-
de opvatting niet op: doorgifte op basis van (model)contract wordt dan niet op 
basis van artikel 76 Wbp toegestaan. 
De vergunning bij doorgifte op basis van een modelcontract is naar mijn 
mening om een andere reden onnodig.409 De Commissie heeft de modelcontracten 
goedgekeurd. De goedkeuring wil zeggen dat er 'voldoende waarborgen' zijn. De 
Lid Staten moeten zich naar de goedkeuring door de Commissie 'voegen'.410 Dat 
betekent dat de Lid Staten een modelcontract niet als passende waarborg kunnen 
weigeren.4" Dat maakt het onnodig om doorgifte op basis van een modelcontract 
van een vergunning afhankelijk te stellen. De minister kan die vergunning 
namelijk niet weigeren. De modelcontracten hebben namelijk 'full effect without 
any implementing measures at national level being necessary'.4l2 
Het Cbp - bij monde Fontein - bracht hier tegenin dat goedkeuring door de 
Commissie 'nationale toestemmingen die lidstaten krachtens nationale bepalin-
gen ter uitvoering van artikel 26, lid 2, van Richtlijn 95/46/EG kunnen geven 
onverlet [laat]'.413 Het vereisen van een vergunning voor doorgifte op basis van 
een modelcontract is volgens Fontein niet in strijd met de richtlijn.414 Het is nodig 
om415: 
- Te controleren of het modelcontract juist en volledig is ingevuld. Fontein sig-
naleert dat modelcontracten bij doorgifte van bijzondere gegevens niet altijd 
406 Vgl Aanvraagformulier voor een vergunning zoals omschreven in artikel 77 2 Wbp, <wwwcbp web nl> 
407 Cuijpers 2003, ρ 86, Merkus 2004 
408 Berkvens 2004c 
409 Vgl Wisman 2001, ρ 15-16 
410 Art 26 (4) richtlijn 95/46/EG 
411 Overweging 6 Beschikking van de Commissie (2001/497/EG) en overweging 5 Beschikking van de Commissie 
(2002/16/EG) 
412 Commission 2003a, ρ 34 
413 Overweging 6 Beschikking van de Commissie (2001/497/EG) en overweging 5 Beschikking van de Commissie 
(2002/16/EG), vgl Fontein 2004, ρ 211 en vgl Alonso Blas 2003, ρ 30 
414 Fontein 2004, ρ 211 
415 Alonso Blas 2003, ρ 30 en Fontein 2004, ρ 210-211 
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aan de rechtmatigheideisen van de Wbp voldoen.416 Fontein signaleert ook dat 
niet altijd met alle betrokken partijen modelcontracten zijn gesloten.417 Fontein 
noemt het voorbeeld van een doorgifte naar de centrale database bij een 
groepsmaatschappij in een derde land. De andere groepsmaatschappijen ont­
vangen gegevens uit de database. Die verdere verwerking van doorgegeven 
gegevens door derden is maar beperkt toegestaan.418 Indien die andere maat­
schappijen in een derde land gevestigd zijn, moet de maatschappij in de EU 
ook met die maatschappijen een modelcontract sluiten. Fontein noemt daar­
naast als voorbeeld de doorgifte naar een bewerker die een sub-bewerker 
inschakelt. Indien die sub-bewerker in een derde land gevestigd is, moet de 
verantwoordelijke ook met die subbewerker een modelcontract aangaan. 
Ik merk op dat de door Fontein gesignaleerde onjuist- en onvolledigheden niet 
alleen voorkomen bij de verwerking op basis van modelcontracten. Ik meen 
dan ook dat ze geen argument vormen om doorgifte op basis van modelcon­
tracten van een vergunning afhankelijk te stellen.419 
- Te controleren of eventuele aanvullende clausules niet direct of indirect in 
strijd met het modelcontract zijn. In die situatie heeft de doorgifte niet enkel 
op basis van een modelcontract plaats: de aanvullende clausules zijn niet door 
de Commissie goedgekeurd. In strikte zin zijn aanvullende clausules dan ook 
van een vergunning afhankelijk.420 
De argumenten van het Cbp om bij doorgifte op basis van een modelcontract een 
vergunning te vereisen, overtuigen niet. De vergunning behoort bij doorgifte op 
basis van een modelcontract niet nodig te zijn. Die mening is ook de Commissie 
toegedaan: ''notifications can-not be turned into de facto authorisations in those 
cases where the transfer to a third country is clearly permitted [...] because the 
recipient [...] is a party to the standard contractual clauses approved by the 
Commission^.™ Dat het Cbp het standpunt dat voor de verwerking via een model­
contract een vergunning nodig is, inmiddels verlaten heeft, valt op te maken uit 
een brief aan de minister van Justitie waarin het Cbp aandringt op wijziging van 
de Wbp op dit punt.422 De minister lijkt voornemens de Wbp op dit punt aan te pas­
sen.
423 
Overigens betekent de afschaffing van de vergunning niet dat het Cbp bij de 
doorgifte op basis van modelcontracten geen rol meer toekomt. Het Cbp blijft 
namelijk bevoegd doorgifte op basis van een modelcontract op te schorten als de 
ontvangende partij het modelcontract niet nakomt of als het recht dat op de ont-
416 Fontein 2004, ρ 209, vgl Alonso Blas 2003, ρ 30 
417 Fontein 2004, ρ 209-210, vgl Alonso Blas 2003, ρ 30 
418 Onder 6, Aanhangsel 2 beschikking van de Commissie (2001/497/EG) 
419 Vgl Fontein 2004, ρ 211 
420 Overweging 6 Beschikking van de Commissie (2001/497/EG) 
421 Commission 2003a, ρ 18 
422 Cbp 2004b, blad 6 
423 Minister van Justitie 2005 
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vangende partij van toepassing is hem regels oplegt die van het modelcontract 
afwijken en die verder gaan dan de beperkingen die in een democratische samen-
leving nodig zijn.424 
- Binding corporate rules 
Contracten en modelcontracten brengen een aantal bezwaren met zich mee. 
Een eerste bezwaar is dat het niet altijd mogelijk is doorgifte op (modelcon-
tracten te baseren, bijvoorbeeld niet bij doorgifte tussen vestigingen van één ven-
nootschap. Een vennootschap kan als rechtssubject geen contract met zichzelf 
sluiten. 
Een tweede bezwaar is dat (model)contracten per doorgifte en per ontvangen-
de verantwoordelijke of bewerker gesloten moeten worden.425 
Een derde bezwaar is dat iedere doorgifte (vooralsnog) een vergunning ver-
eist.426 Een en ander is niet anders bij doorgifte tussen vennootschappen die een 
groep vormen. Een advies van het Cbp schetst de mogelijke implicaties voor een 
multinationale groep.427 Dat advies betrof aanvragen voor vergunningen voor 
doorgiften op basis van modelcontracten voor 2500 rechtspersonen! De aanleiding 
vormde de wereldwijde implementatie van een HRM systeem in een multinatio-
naal concern.428 
Een vierde bezwaar van (model)contracten is dat deze niet geschikt zijn voor 
doorgifte van doorgegeven gegevens. Doorgifte aan een derde door de ontvangen-
de verantwoordelijke of door de bewerker is op basis van (model)contracten 
slechts beperkt toegestaan.429 De doorgevende verantwoordelijke moet ook met de 
derde een (model)contract aangaan wanneer de derde niet in een land met een pas-
send niveau van bescherming gevestigd is. 
Om de bovenstaande bezwaren te ondervangen is gezocht naar andere midde-
len dan (model)contracten.430 Op basis van de richtlijn is het mogelijk 'voldoende 
waarborgen' te bieden, met behulp van andere middelen dan (model)contracten.431 
424 Art 4 ( 1 ) Beschikking van de Commissie (2001/497/EG) en art 4 (1) Beschikking van de Commissie 
(2002/16/EG) Ovengens kan een (model)contract dan niet gesloten worden 
425 Het contract voldoet anders niet aan het beginsel van specificiteit Het modelcontract kan bovendien niet gewij-
zigd worden, vgl Clausule 11 Beschikking van de Commissie (2001/497/EG) en bepaling 10 Beschikking van 
de Commissie (2002/16/EG) 
426 Vgl Jakimowicz en Borrat ι Fngola 2006, ρ 65 
427 Cbp 11 maart 2003, kenmerk 22002-1426 (Advies vergunningaanvraag ex artikel 77, tweede lid, Wbp) 
428 Cuijpers 2003, ρ 85 merkt in dit verband op dat deelname aan safe harbor op du punt eenvoudiger is Na een­
malige erkenning van de Principles mag de Amerikaanse onderneming gegevens ontvangen van iedere 
Europese verantwoordelijke 
429 Onder 6, aanhangsel 2 Beschikking van de Commissie (2001/497/EG) Verder gebruik van doorgegeven gege­
vens door een derde is toegestaan indien die derde in een land is gevestigd dat een passend niveau van bescher­
ming kent, of indien die derde ondereen besluit van de Commissie op basis van art 25 lid 6 richtlijn 95/46/EG 
valt, of indien betrokkene ondubbelzinnige toestemming gegeven heeft (waar het bijzondere gegevens betreft) 
dan wel in de gelegenheid is gesteld zich tegen de doorgifte te verzetten, of indien de doorgevende en de ont­
vangende verantwoordelijke er mee instemmen dat die derde partij wordt bij het (model)contracl 
430 O m door de artikel-29 Groep, vgl WP 74 (MARKT 11639/02) en WP 102 ( 112110/04/EN) 2004 waann WP 
74 (MARKT 11639/02) wordt geconcretiseerd in een checklist, maar ook door het Cbp, vgl Fontein 2004, ρ 
209 en <http //www cbpweb nl>, vgl ook Cervera Navas 2004 
431 Art 25 leden 2-4 richtlijn 95/46/EG, art 77 lid 2 Wbp en overweging 59 Beschikking van de Commissie 
(2001/497/EG) 
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Daartoe lijken in ieder geval binding corporate rules in aanmerking te komen. 
Daarmee worden gedragscodes bedoeld die 'voldoende waarborgen' bieden.432 De 
binding corporate rules verschillen volgens de artikel 29-Groep van (modelcon­
tracten wat betreft: 
- Vorm 
De verantwoordelijke verklaart binding corporate rules eenzijdig na te leven. Om 
'voldoende waarborgen' te bieden, moet die verklaring bindend zijn.433 De door 
een vennootschap eenzijdig op zich genomen verbintenis heeft naar Nederlands 
recht extern rechtsgevolg434: de nakoming is afdwingbaar bij de rechter.435 De toe­
rekenbare tekortkoming van de niet nakoming van de eenzijdige verbintenis 
schept een verplichting tot vergoeding van schade.436 De eis dat binding corpora­
te rules bindend moeten zijn, stuit op problemen in landen waar eenzijdige ver­
klaringen niet bindend zijn.437 De binding corporate rules bieden in die landen 
geen 'voldoende waarborgen'. Dat betekent dat met vennootschappen in die lan­
den (dus) alsnog contractuele afspraken gemaakt worden.438 
Naast extern bindend moeten binding corporate rules intern bindend zijn. De 
Groep voegt daar - naar mijn mening terecht - aan toe dat een vennootschap zelf 
voor interne naleving van binding corporate rules moet zorgen.439 De vennoot­
schap is op grond van het vermogensrecht naar buiten toe in principe risicoaan-
sprakelijk als een (niet) ondergeschikte de binding corporate rules niet nakomt. 
De (niet) ondergeschikte is mogelijk aansprakelijk tegenover de vennootschap.440 
De vennootschap moet de werknemer dan wel opgedragen hebben om de binding 
corporate rules na te leven. Het vermogensrecht (dus niet de Wbp) bepaalt of een 
vennootschap de (niet) ondergeschikte aansprakelijk kan houden omdat hij niet 
conform binding corporate rules gehandeld heeft. 
Het vermelden waard is de eis die Alonso Blas stelt, namelijk dat binding cor­
porate rules en andere passende waarborgen niet eenvoudig eenzijdig te wijzigen 
zijn.441 Alonso Blas stelt dat passende waarbogen openbaar gemaakt moeten wor­
den en stelt voor te eisen dat passende waarborgen bij het Cbp gedeponeerd wor­
den. Naar mijn mening zou bijvoorbeeld ook mogelijk moeten zijn ze bij de 
Kamer van Koophandel te deponeren. 
432 WP 74 (MARKT 11639/02), ρ 7 
433 WP 74 (MARKT 11639/02),p 7 en WP 102 (112110/04/EN) 2004, ρ 4, zoals een (model)contract partijen 
bindt 
434 Art 6 1 BW bepaalt dat een verbintenis onder meer uit rechtshandeling ontstaat Art 3 33 BW vereist voor een 
rechtshandeling een wil die zich openbaart door een verklaring 
435 Nakoming van rechtshandelingen kan via art 3 296 BW worden gevorderd 
436 Art 6 74 BW 
437 Volgens Cervera Navas 2004, bijvoorbeeld niet in Spanje en Italië, maar wel in Duitsland en Oostenrijk 
438 WP 74 (MARKT 11639/02), ρ 12 
439 WP 74 (MARKT 11639/02), ρ 10, WP 102 (112110/04/EN) 2004, ρ 5 
440 Vgl paragraaf 7 4 
441 Alonso Blas 2003, ρ 24 
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- Partijen 
Een onbeperkt aantal vennootschappen kan deelnemen aan bepaalde binding cor-
porate rules.442 Naar mijn mening kan ook één vennootschap handelen conform 
bepaalde binding corporate rules. Een vennootschap kan geen meerzijdig 
(model)contract (met zichzelf) sluiten, maar wel eenzijdig binding corporate rules 
aangaan. 
Indien meerdere vennootschappen bepaalde binding corporate rules naleven, 
moeten die rechtspersonen volgens de artikel 29-Groep een groep vormen. De 
Groep acht binding corporate rules niet geschikt voor gebruik buiten een groep 
omdat ze specificiteit moeten bieden.443 Ik vraag mij af of het haalbaar is het 
gebruik van binding corporate rules buiten groepen niet toe te staan. Indien bin-
ding corporate rules specificiteit bieden, is er naar mijn idee niets tegen op 
gebruik buiten groepen, bijvoorbeeld binnen een bepaalde bedrijfstak. De Groep 
acht niet nodig dat alle rechtspersonen in een concern deelnemen aan bepaalde 
binding corporate rules. 
- Inhoud 
Binding corporate rules moeten inhoudelijk aan de eisen voldoen die voor 
(model)contracten gelden.444 Die eisen moeten op onder meer de volgende punten 
aangevuld worden: 
1. De binding corporate rules moeten voldoen aan het recht van iedere Lid Staat 
waar een partij bij de binding corporate rules een vestiging heeft.445 Indien een 
vestiging in een Lid Staat de implementatiewet niet nakomt, mag die Staat toe-
stemming voor doorgifte op basis van binding corporate rules weigeren. Dat 
het niet altijd eenvoudig is om aan de implementatiewetten van verschillende 
Lid Staten te voldoen, komt naar voren in het evaluatierapport. In verschillen-
de Lid Staten is de richtlijn verschillend geïmplementeerd.446 
2. De binding corporate rules voorzien in 'passende waarborgen' voor meer dan 
één doorgifte naar meer dan één partij. De binding corporate rules moeten 
daarom regelen hoe informatie betreffende doorgegeven gegevens en deelne-
mende partijen up to date gehouden wordt.447 
Niet bekend is welk standpunt de Commissie ten aanzien van doorgifte op basis 
van binding corporate rules inneemt.448 Niet bekend is of de minister van Justitie 
vergunningen voor doorgifte op basis van binding coporate rules heeft afgegeven. 
Het is volgens de minister van Justitie in ieder geval wel mogelijk om op grond 
442 WP 74 (MARKT 11639/02), ρ 7 
443 WP 74 (MARKT 11639/02), ρ 8-9, WP 102 (112110/04/EN) 2004, ρ 4 
444 WP 12 (DG XV D 5025/98) 
445 WP 74 (MARKT 11639/02), ρ 7-8, ρ 5 
446 Vgl Commission 2003a en deel IV 
447 WP 74 (MARKT 11639/02), ρ 15, WP 102 (112110/04/EN) 2004, ρ 7 
448 Vgl ook Jakimowicz en Borrat ι Fngola 2006, ρ 66-67 
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van binding corporate rules een vergunning te verkrijgen voor alle huidige en toe-
komstige doorgiften binnen een concern.449 Het Cbp stimuleert ook de ontwikke-
ling van binding corporate rules.450 Het voert overleg met verantwoordelijken die 
op basis van binding corporate rules een vergunning willen aanvragen.451 Het recht 
waarnaar de vennootschap aan de top van de groep is opgericht, bepaalt volgens 
de artikel 29-Groep (hier wel) welke toezichthoudende autoriteit de vergunning 
voor binding corporate rules verleent.452 
- Block exemptions 
Naast binding corporate rules bestaat tot besluit nog een alternatief om doorgifte 
op basis van artikel 77 lid 2 Wbp te vereenvoudigen. Het betreft de vergunning 
voor meerdere (gelijksoortige) doorgiften op basis van één modelcontract. De 
Commissie staat in ieder geval positief tegenover deze block exemptions. De 
Commissie merkte tijdens de evaluatie van de richtlijn in 2003 op: 'transfers 
requiring authorisation [...] do of course create a considerable administrative 
burden, both for data exporters and for supervisory authorities. It is therefore 
desirable that more use be made of the "block exemptions" provided for in arti-
cles 25 (6) and 26 (4) of the Directive'. Echter, 'more work is needed on the sim-
plification of the conditions for international transfers'.*^ Het is uiteindelijk, 
zoals Fontein opmerkt, de minister van Justitie die doorgifte op basis van block 
exemptions moet bewerkstelligen.454 
11.5.3 Afronding 
De vierde categorie verplichtingen die de Wbp de verantwoordelijke oplegt betref-
fen de verplichtingen met betrekking tot de doorgifte van gegevens naar derde lan-
den. De Wbp bevat behalve die verplichtingen nog een bepaling met een grens-
overschrijdend aspect, te weten artikel 4 Wbp. 
Artikel 4 Wbp bepaalt het territoriale bereik van de Wbp. De territoriale reik-
wijdte van de Wbp omvat: de verwerking die plaats heeft in het kader van activi-
teiten van een vestiging van een verantwoordelijke in Nederland en de verwerking 
die plaats heeft door een verantwoordelijke zonder vestiging in de EU met behulp 
van een middel in Nederland. 
Ten eerste geldt de Wbp voor de verwerking die plaats vindt in het kader van 
activiteiten van een vestiging van de verantwoordelijke in Nederland. Twee 
omstandigheden zijn van belang. Ten eerste of de verantwoordelijke één vestiging 
in Nederland heeft. Ten tweede of in het leader van activiteiten van die vestiging 
449 Minister van Justitie 2005. 
450 Cbp 2004b, blad 6 
451 Fontein 2004, ρ 209, De Vnes 2005, 267 en Jakimowicz en Borrat ι Fngola 2006, p. 76-68 
452 WP 102 (112110/04/EN) 2004, ρ 2 
453 Commission 2003a, ρ 18 
454 Fontein 2004, ρ 209. 
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persoonsgegevens verwerkt worden. De Wbp geldt voor de verwerking die onder 
genoemde omstandigheden buiten Nederland plaats vindt ook. De vraag waar de 
persoonsgegevens verwerkt worden, is dus niet van belang. De betekenis die de 
term 'vestiging' hier heeft, brengt mee dat één verantwoordelijke (vennootschap) 
meer dan één vestiging kan hebben. Dat betekent dat mogelijk is dat één verant-
woordelijke naast de Wbp nog een andere implementatiewet moet nakomen of 
zelfs dat één verantwoordelijke voor één verwerking naast de Wbp nog een imple-
mentatiewet moet nakomen. Dat blokkeert de ratio van artikel 4 Wbp dat beoogt 
te voorkomen dat een verwerking onder geen of onder meer dan één wet valt. 
Ten tweede geldt de Wbp voor de verwerking door de verantwoordelijke die 
geen vestiging in de EU heeft, maar die een middel in Nederland gebruikt dat niet 
alleen voor doorvoer dient. De aanknopingsfactor geeft de Wbp een (te) ruim ter-
ritoriaal bereik. Denkbaar is bijvoorbeeld dat de Wbp moet worden nagekomen 
door de verantwoordelijke die geen vestiging in de EU heeft, maar via internet 
gegevens verwerkt. Dat is het geval als de pc van degene die die gegevens via 
internet raadpleegt in Nederland staat en bovendien als middel is aan te merken. 
De aanknopingsfactor van artikel 4 lid 2 Wbp geeft voorts vragen wanneer een 
middel verplaatsbaar is. 
Artikel 76, 77 en 78 Wbp bevatten de verplichtingen voor de verantwoordelij-
ke die gegevens buiten de EU wil brengen. Die verplichtingen gelden ook voor 
doorgifte van gegevens die na doorgifte door de Wbp beschermd worden. Artikel 
76, 77 en 78 Wbp staan doorgifte toe als er een passend niveau van gegevensbe-
scherming is, als er een uitzondering in de zin van artikel 77 lid 2 Wbp is of als er 
een vergunning van de minister van Justitie is. 
Ten eerste is doorgifte toegestaan als er een passend niveau van bescherming 
is. Aan de ene kant kan het niveau van het recht van een (derde) land passend zijn. 
De Commissie kan het niveau van een land passend, gedeeltelijk passend of niet 
passend oordelen. Aan de andere kant lijkt de verantwoordelijke het niveau voor 
de individuele verwerking passend te kunnen oordelen wanneer de Commissie het 
niveau (nog) niet (geheel) passend heeft geoordeeld. 
Ten tweede is doorgifte toegestaan als de verwerking voldoet aan een van de 
situaties van artikel 77 lid 1 Wbp. De situaties worden restrictief geïnterpreteerd. 
De praktijk probeert de situaties ruimer te interpreteren. 
Ten derde is doorgifte toegestaan als de minister daar een vergunning voor ver-
leend. De vergunning wordt verleend wanneer de verantwoordelijke 'voldoende 
waarborgen' biedt. Die waarborgen worden in ieder geval geboden in de vorm van 
contracten, modelcontracten of binding corporate rules. Denkbaar is dat waarbor-
gen een andere vorm hebben. De mogelijkheid bestaat dat één vergunning meer 
dan één doorgifte mogelijk maakt. 
Ten aanzien van de verplichtingen van de verantwoordelijke die persoonsge-
gevens buiten de EU wil brengen, is te concluderen dat die verplichtingen zeer 
complex zijn. 
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11.6 Transparantie verwerking 
De verplichtingen van de Wbp beogen behalve persoonsgegevens te beschermen, 
transparantie te bieden (figuur 48). De verantwoordelijke heeft voor dat doel twee 
informatieplichten: een meldingsplicht jegens het Cbp en een informatieplicht 
jegens betrokkene. De transparantie die de plichten bieden, stelt de betrokkene in 
staat zijn rechten op informatie uit te oefenen. Die rechten brengen verplichtingen 



































11.6.1 Meldingsplich t 
De eerste informatieverplichting van de verantwoordelijke betreft die om de ver-
werking vooraf bij het Cbp te melden.455 De verantwoordelijke die een functiona-
ris heeft aangesteld456, mag de verwerking bij de functionaris melden.457 De func-
tionaris in de zin van de Wbp is een natuurlijke persoon die er op toeziet dat de 
verantwoordelijke de verplichtingen van de Wbp nakomt.458 De functionaris moet 
verstand van zaken hebben en betrouwbaar en onafhankelijk zijn.459 
De melding schept geen recht. Dat de verwerking gemeld is, betekent niet dat 
die verwerking aan de Wbp voldoet. Dat de verwerking niet gemeld is, betekent 
niet per definitie dat de verwerking onder het Vnjstellingsbesluit valt.460 Dat roept 
de vraag op wat het nut van de verplichting om te melden is. De achterliggende 
gedachte van de verplichting is de transparantie naar de betrokkene toe te vergro-
ten. Dat vereist dat de betrokkene van de juistheid van de meldingen uit kan gaan. 
De verplichting is niet meer dan een belasting voor verantwoordelijke als dat niet 
het geval is.461 
De melding door de verantwoordelijke bij het Cbp vermeldt: naam en adres 
van de verantwoordelijke(n); doel(en); verwerkte gegevens; betrokkene(n); ont-
vanger(s); getroffen beveiligingsmaatregelen en doorgiften naar derde landen.462 
De vennootschappen die gegevens delen mogen op basis van de formeel-juridi-
sche benadering niet volstaan met de melding van één van hen als verantwoorde-
lijke. De vennootschappen die gegevens delen mogen wel volstaan met één mel-
ding waarin allen als verantwoordelijken worden vermeld.463 De vermelding van 
de groep als verantwoordelijke is op basis van de formeel-juridische benadering 
niet mogelijk. 
11.6.1.1 Voorafgaand onderzoek 
De in artikel 31 Wbp omschreven verwerking moeten als zodanig gemeld worden. 
Dat is de verwerking die aan voorafgaand onderzoek door het Cbp onderworpen 
is.464 Die verwerking vormt (mogelijk) een bijzonder risico voor de rechten en vrij-
heden van betrokkene. De implementatiewetten verschillen voor wat betreft welke 
verwerking voorafgaand onderzoek door de toezichthoudende autoriteit vereist. 
De richtlijn laat de Lid Staten wat dat betreft vrij.465 De Wbp voorziet bijvoorbeeld 
in voorafgaand onderzoek door het Cbp voor drie verwerkingen.466 De Britse 
455 Art. 27, op straffe van een boete, zie art 66 jo 75 Wbp. 
456 Art 62 Wbp 
457 Art 27 Wbp 
458 Art 64 Wbp 
459 Alt. 63(1) en (2) Wbp 
460 Volgens het Cbp 2004b, is de meldingsplicht tot nu toe 'slechts gedeeltelijk nageleefd' 
461 Pnns2003, ρ 68 
462 Art 28 Wbp 
463 Sauerwein en Linnemann 2000, ρ 30 
464 Art. 31 en 32 Wbp 
465 Art. 20, nchtlijn 95/46/EG 
466 Art. 31 Wbp 
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implementatiewet vereist voor geen enkele verwerking voorafgaand onderzoek en 
de Spaanse wet vereist voor iedere verwerking voorafgaand onderzoek.467 
11.6.1.2 Vrijstelling 
De handmatige verwerking die niet aan voorafgaand onderzoek onderworpen is468 
en de vrijgestelde verwerking469 vereisen geen melding. De vrijgestelde verwer-
king met meer dan één verantwoordelijke vereist in die situaties weer wel mel-
ding.470 Ik merk op dat het 'eigenaardig' is op dit punt te differentiëren tussen de 
verwerking met één en die met meer dan één verantwoordelijke.471 De gedachte 
achter vrijstelling is, dat een inbreuk op de fundamentele rechten en vrijheden niet 
te verwachten is. Ik zie niet in waarom het feit dat er meer dan één verantwoorde-
lijke is de kans op een inbreuk zou vergroten. De vrijgestelde verwerking moet 
namelijk gewoon aan de overige voorschriften van de Wbp voldoen. 
De verantwoordelijke die een vrijgestelde verwerking verricht moet behalve 
aan de verplichtingen van de Wbp (precies) aan de omschrijving van het 
Vrijstellingsbesluit voldoen. De verwerking die niet (langer) aan die omschrijving 
voldoet, moet namelijk gemeld worden.472 Dat betekent bijvoorbeeld dat de inci-
dentele verwerking van werknemersgegevens voor een due diligence onderzoek 
gemeld moet worden: die verwerking valt niet onder de vrijstelling voor het voe-
ren van een personeelsadministratie. Dat wordt anders als de minister de verwer-
king van werknemersgegevens voor due diligence onderzoek van melding vrij-
stelt. Die vrijstelling is evenwel, ondanks dat de minister voornemens is om het 
Vrijstellingsbesluit uit te breiden, (nog) niet aan de orde.473 De melding van de 
verwerking voor due diligence onderzoek is onwenselijk vanwege het vertrouwe-
lijke karakter van een potentiële overname. De exceptie van artikel 28 lid 4 Wbp 
voor de (incidentele) verwerking die met de oorspronkelijk gemelde doelstelling 
niet onverenigbaar is, gaat voor de vrijgestelde verwerking niet op. De verant-
woordelijke die werknemersgegevens wil verwerken voor due diligence onder-
zoek pareert de meldingsplicht enkel door de (vrijgestelde) personeelsadministra-
tie (toch) te melden. De melding van de verwerking voor due diligence onderzoek 
valt dan als incidentele verwerking onder de exceptie van artikel 28 lid 4 Wbp.474 
De melding van de vrijgestelde verwerking is om nog een reden aan te beve-
len. Denkbaar is dat de in Nederland vrijgestelde verwerking in andere Lid Staten 
niet is vrijgesteld. De richtlijn staat vrijstellingen toe voor de verwerking waarvan 
een inbreuk op de rechten en vrijheden van de betrokkene niet te verwachten is. 
Die verwerkingen moeten door de Lid Staten gepreciseerd worden.475 Dat werkt 
467 Gedetailleerd, vgl.. Korfl'2002, ρ 173-175 
468 Art. 27 Wbp jo 31 Wbp 
469 Art. 29 Wbp en Vrijstellingsbesluit Wbp 
470 Art. 2 Vrijstellingsbesluit Wbp 
471 Vgl. ook Cuijpers 2003, ρ 98 
472 Op straffe van een boete, zie. art. 66 jo 75 Wbp 
473 Vgl. Cbp 2004b, blad 2-3, welke voorstellen blijkens de concept-bnef van de minister van Justitie d d. 28 okto­
ber 2005 worden onderschreven, vgl minister van Justitie 2005 
474 Merkus 2002, Nouwt 2002 en Van Essen 2003 
475 Art. 18 lid 2 richtlijn 95/46/EG 
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verschillen tussen de Lid Staten in de hand."76 De precisering is in Nederland in 
het Vrijstellingsbesluit gedaan, wat in andere Lid Staten weer niet het geval is.477 
De Commissie merkt op dat: '/'« spite of some similarities and parallels - the stan-
dards in the different Member States differ significantly in scope and detail. Even 
with respect to similar operations which, in different Member States, are subject 
to exemptions the norms are different. Companies which want to harmonise such 
operations throughout their different establishments in the EU will therefore often 
not benefit from such 'simplified norms'or exemptions'^ 
11.6.2 Informatieplicht 
De tweede informatieverplichting van de verantwoordelijke betreft die om de 
betrokkene van bepaalde informatie te voorzien (figuur 49). De betrokkene hoeft 
om de in artikel 33 of 34 Wbp genoemde informatie niet te vragen. Het belang van 
die verplichting werd duidelijk toen bekend werd dat SWIFT 'op grote schaal en 
in het geheim' bankgegevens van Europese burgers aan het Amerikaanse ministe-
rie van Financiën verstrekte.479 
De verantwoordelijke informeert de betrokkene op zijn minst over zijn identiteit 
en over het doel van de verwerking.480 De informatie over het doel moet specifiek 
zijn.481 De verantwoordelijke verschaft nadere informatie indien dat nodig is gelet 
op 'i/e aard van de gegevens, de omstandigheden waaronder zij worden verkregen 
of het gebruik dat ervan wordt gemaakt'.4'*2 De betrokkene moet bijvoorbeeld wor-
den ingelicht over het feit dat bijzondere gegevens worden verwerkt en over het 
feit dat gegevens (eventueel) door andere vennootschappen in de groep verwerkt 
worden."83 
De Wbp bepaalt niet hoe de betrokkene van informatie moet worden voorzien. 
Volgens de wetsgeschiedenis moet de betrokkene op enig moment over de infor-
matie kunnen beschikken."8" Vereist is niet dat de verantwoordelijke vaststelt of de 
betrokkene van de informatie kennis neemt. Voldoende is dus bijvoorbeeld dat de 
informatie in een privacystatement op een internetpagina staat of in de algemene 
voorwaarden is opgenomen. 
Voldoende is niet te verwijzen naar elders verkrijgbare informatie.485 Het infor-
meren in algemene voorwaarden die gedeponeerd zijn bij de Kamer van 
Koophandel486, volstaat dus niet. Voorgesteld is door een aantal Lid Staten om de 
476 Vgl WP 106 ( 10211 /05/EN) 
477 Art 29 Wbp jo Vrijstellingsbesluit Wbp 
478 Commissie 2003b, ρ 28, vgl ook Korff2002, ρ 164 
479 Vgl In 't Veld 2007 
480 Art 33 (2) en 34 (2) Wbp 
481 Cbp 21 maart 2003, kenmerk z2002-0881 (Relatiebestand Postbank en ING Bank) 
482 Art 33 (3) en 34 (3) Wbp 
483 Cuijpers 2003, ρ 64 
484 Kameruukken II, 1997/1998, 25 892, nr 3, ρ 152 
485 Kamerslukken II, 1997/1998, 25 892, nr 3, ρ 152 
486 Art 6 243 BW 
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richtlijn te wijzigen en de verantwoordelijke te verplichten de informatie voor de 
betrokkene beschikbaar te maken ('to make available') in plaats van ter beschik­
king te stellen ('to provide'). Daardoor wordt het mogelijk dat de verantwoorde­


































487 Proposals for Amendment (annex), ρ, 10. 
238 Normering 
11.6.2.1 Verkrijging bij betrokkene 
De wijze waarop de verantwoordelijke de gegevens verkrijgt, bepaalt wanneer de 
verantwoordelijke moet informeren. 
Artikel 33 Wbp bepaalt wanneer de verantwoordelijke moet informeren als hij 
de gegevens bij de betrokkene verkrijgt. Vereist is niet dat er rechtstreeks contact 
tussen de verantwoordelijke en de betrokkene is geweest. Voldoende is bijvoor-
beeld dat de betrokkene de gegevens op een formulier invulde.488 Voldoende is 
verder dat een ander de gegevens namens de verantwoordelijke bij de betrokkene 
verkrijgt. 
Artikel 33 Wbp verplicht de verantwoordelijke die gegevens van de betrokke-
ne verkrijgt, de betrokkene te informeren vóórdat hij diens gegevens verkrijgt. 
Wat het tijdstip van informeren betreft, verschilt de Wbp van die implementatie-
wetten die bepalen dat de betrokkene op het moment van verkrijging wordt geïn-
formeerd. Weer andere Lid Staten zijn onduidelijk of zwijgen op dit punt, zo ook 
artikel 10 richtlijn 95/46/EG.48, De Commissie roept de artikel 29 Groep490 in dit 
verband dan ook op 'ίο co-operate in the search for a more uniform interpretation 
of article /O'.491 De verantwoordelijke die in verschillende Lid Staten persoons­
gegevens verzamelt, doet er vooralsnog dus verstandig aan de betrokkene vóór de 
verkrijging te informeren.492 
Voor de verantwoordelijke die de gegevens van de betrokkene verkreeg, geldt 
dat hij de betrokkene het best informeert langs de weg waarlangs hij diens gege-
vens verkreeg. 
11.6.2.2 Verkrijging anders dan bij betrokkene 
Artikel 34 Wbp bepaalt het moment waarop de informatieplicht wordt voldaan 
wanneer de verantwoordelijke de gegevens anders dan bij de betrokkene verkrijgt. 
Daarbij is niet alleen te denken aan de verkrijging bij een derde, maar ook aan de 
verkrijging door koppeling of observatie, daaronder begrepen het houden van 
cameratoezicht en het loggen van computergegevens. 
Artikel 34 Wbp verplicht de verantwoordelijke de betrokkene te informeren 
(uiterlijk) op het moment dat zijn gegevens worden vastgelegd. Dat is anders als 
de gegevens met het oog op verstrekking aan een derde verkregen worden: de 
betrokkene moet dan geïnformeerd worden (uiterlijk) voordat verstrekking plaats-
vindt.493 De laatste regel heeft weinig zelfstandige betekenis. Dat blijkt uit het eva-
luatierapport van de richtlijn.494 Daarin wordt toegelicht dat de verantwoordelijke 
488 Kamerstukken II. 1997/1998, 25 892, nr 3, ρ 149 
489 Commissie 2003b, ρ 20 
490 Welke groep bestaansrecht (en naam) ontleent aan artikel 29, nchtlijn 95/46/EG, welk artikel bepaalt dat de 
Groep onafhankelijk is, welke onafhankelijkheid betrekkelijk is, gelet op de samenstelling van de Groep uit 
vertegenwoordigers van toezichthoudende autoriteiten en een vertegenwoordiger van de Commissie, vgl 
Berkvens 2004c, p. 156 Artikel 30 nchtlijn 95/46/EG omschrijft de taak van de Groep als adviserend 
491 Commission 2003a, ρ 24. 
492 Vgl Korff2002, ρ 98 
493 Kamerstukken II. 1997/1998, 25 892, nr 3, ρ 155 
494 Commissie 2003b, ρ 20 
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verplicht is om de betrokkene op het moment van vastleggen te informeren, wan­
neer dat vastleggen aan verstrekken vooraf gaat. De verantwoordelijke moet de 
betrokkene dus meestal informeren op het moment van vastleggen: verkrijgen 
zonder vastleggen laat zich moeilijk denken.'"5 De verwerking door een telecom­
municatie- of elektronische postdienst vormt géén voorbeeld: die dienst is geen 
verantwoordelijke en heeft dus geen informatieplicht.496 De onduidelijkheid in 
artikel 34 Wbp werpt de vraag op waarom het moment van verkrijgen bij verkrij-
ging anders dan van betrokkene niet als moment van informeren geldt. 
De wijze waarop de verantwoordelijke die gegevens anders dan van bij de 
betrokkene verkreeg, informeert, wordt bepaald door het aantal betrokkenen. Gaat 
het om één bepaalde betrokkene, dan moet die betrokkene 'specifiek' op de hoog-
te gesteld worden. Gaat het om meerdere betrokkenen, dan volstaat een algeme-
nere wijze van informeren. Het informeren moet wel plaatsvinden via een medi-
um waarvan vaststaat dat alle betrokkenen worden bereikt. Het informeren van 
werknemers kan via het personeelsblad. Het informeren via een landelijk of plaat-
selijk dagblad is dan niet toereikend.497 
11.6.2.3 Vrijstellingen 
De verantwoordelijke hoeft de betrokkene in een aantal situaties niet te informe-
ren. 
Ten eerste niet wanneer betrokkene op de hoogte is.498 Dat is aan de orde als 
de verantwoordelijke de betrokkene al geïnformeerd heeft. De informatieplicht 
heeft een eenmalig karakter.499 Duidelijk is niet of de verantwoordelijke de betrok-
kene dient te informeren als hij de gegevens voor een ander dan het oorspronke-
lijke doel aan een derde verstrekt.500 De derde dient de betrokkene dan in beginsel 
in ieder geval wel te informeren, tenzij de betrokkene op de hoogte is.501 Alsbach 
beveelt vennootschappen in de groep met het oog op de vrijstelling aan om de 
betrokkene ruim te informeren.502 
De wetgever knoopt voor de vaststelling of de betrokkene wel of niet op de 
hoogte is aan bij het privaatrecht.503 De vraag is of de verantwoordelijke door de 
verklaring of gedraging van de betrokkene het gerechtvaardigde vermoeden had 
en mocht hebben dat de betrokkene op de hoogte was. Dat vermoeden is gerecht-
vaardigd wanneer de gedraging of verklaring van de betrokkene in het maat-
schappelijk verkeer mocht worden opgevat als dat de betrokkene op de hoogte 
was. De omstandigheden van het geval zijn van belang. Denk aan de omstandig-
heid dat de betrokkene zelf contact met de verantwoordelijke opnam. De bank uit 
495 Vgl .paragraaf 10 2. 
496 Preambule 47, nchtlijn 95/46/EG 
497 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 152-153 
498 Art. 33(1) en 34(1) Wbp 
499 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 157 
500 Vgl.. Merkus 2002 en Van Essen 2003 
501 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 155 
502 Cuijpers 2003, p. 69-70. 
503 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 150 
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hoofdstuk 2 mag er bijvoorbeeld van uitgaan dat de betrokkene die een hypothee­
kofferte aanvraagt, weet dat daarvoor gegevens van hem verwerkt worden. De 
bank verstrekt die gegevens aan het BKR. De bank mag er naar mijn mening niet 
van uitgaan dat de betrokkene weet dat de gegevens aan het BKR verstrekt wor­
den. Het BKR mag evenmin aannemen dat de betrokkene dat weet. Het BKR mag 
dat doen omdat de Privacy Gedragscode, die de registratie door het BKR regu­
leert, de aangesloten kredietverstrekkers verplicht de betrokkene te waarschu­
wen.
504 
Ten tweede blijft het informeren van de betrokkene achterwege voor zover dat 
onmogelijk blijkt of een onevenredige inspanning kost. Dat is alleen aan de orde 
als de verantwoordelijke gegevens anders dan bij betrokkene verkreeg. De vrij­
stelling vereist wel dat de verantwoordelijke de herkomst van de gegevens vast­
legt.505 
Ten derde kan de verantwoordelijke het informeren van betrokkene achterwe­
ge laten wanneer 'de vastlegging of de verstrekking' plaats vindt bij of krachtens 
wet. De verantwoordelijke moet de betrokkene op verzoek wel informeren over 
het wettelijke voorschrift dat tot de vastlegging of verstrekking leidde.50'' Dat wet­
telijk voorschrift moet zodanig specifiek zijn dat betrokkene daaruit kan opmaken 
wie verantwoordelijke is.507 
Ten vierde kan de verantwoordelijke het informeren achterwege laten als dat 
nodig is om de belangen van de betrokkene of van anderen (de verantwoordelijke 
daaronder begrepen) te beschermen.508 Denkbaar is bijvoorbeeld dat de verant­
woordelijke de betrokkene niet informeert over de verwerking van diens gegevens 
in het kader van een due diligence onderzoek.509 De controle van e-mail of inter­
netgebruik van de werknemer door de werkgever is zelden510 of nooit toegestaan 
zonder de werknemer te informeren.5" De verantwoordelijke moet de betrokkene 
ook altijd informeren wanneer hij hem filmt: de artikelen 139f en 441 Wetboek 
van Strafrecht verbieden het houden van cameratoezicht zonder de betrokkene te 
informeren.512 De rechtbank Haarlem veroordeelde in dat verband een werkgever 
om werknemers die wegens slapen onder werktijd geschorst waren weer te werk 
te stellen. De werkgever verkreeg het bewijs dat de werknemers onder werktijd 
sliepen met behulp van camera's waarvan de aanwezigheid niet op duidelijke 
wijze aan de werknemers kenbaar was gemaakt.513 
504 BKR 2002, art 11, vgl Kabel 2003 
505 Art 34(4)Wbp 
506 Art 34 (5) Wbp 
507 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 156 
508 Art 43 sub e Wbp en Kamerstukken 11, 1997/1998, 25 892, nr 3, ρ 157-158 
509 Vgl Van Essen 2003, ρ 363 met verwijzing naar Merkus2002, ρ 18, dienaar mijn mening evenwel eenande­
re situatie op het oog heeft 
510 Vgl Kantongerecht Emmen, 29 november 2000, JAR 2001, 4 en Rb Alkmaar, sector kanlon, 27 juni 2002, 
JAR 2002, 171 
511 Vgl De Vnes 2004, ρ 260-261 volgens wie de rechter controle van e-mail en internetgebruik van de werkne­
mer zonder hem te informeren toestaat, 'mits de feiten ernstig en duidelijk zijn en de werkgever een gegronde 
verdenking tegen de werknemer had', volgens De Hert 2002, ρ 29 is controle van e-mail en internetgebruik 
nooit toegestaan zonder te informeren 
512 Ohjslager 2005 lijkt, onder verwijzing van VPB 2003, heimelijk cameratoezicht op incidentele basis toe te 
staan wanneer er concrete aanwijzingen zijn dat iemand zich schuldig heeft gemaakt aan strafrechtelijk han­
delen en het toezicht noodzakelijk is voor het leveren van bewijs 
513 Rb Haarlem, 22 december 2004, LJN-nr AR8052 (Schiphol) 
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11.6.3 Informatierecht 
De Wbp verplicht de verantwoordelijke niet alleen tot transparantie door de mel-
dings- en informatieplicht. De verantwoordelijke wordt daartoe ook verplicht door 
het recht op inzage dat betrokkene toekomt. De betrokkene heeft in het verlengde 



































IJ.6.3.1 Recht op inzage 
Het inzagerecht dat de betrokkene op basis van de Wbp toekomt, is vastgelegd in 
artikel 35 Wbp. Het brengt voor de verantwoordelijke een aantal verplichtingen 
mee. 
Ten eerste dient de verantwoordelijke de betrokkene binnen (in beginsel) vier 
weken na een verzoek om inzage te antwoorden.514 Ten tweede dient hij een 'vol­
ledig overzicht' van de gegevens; de doelen; de ontvangers en de herkomst te ver­
schaffen, zo hij gegevens van de betrokkene verwerkt.515 Ten derde dient hij de 
inzage in begrijpelijke vorm te verschaffen: desgevraagd legt hij 'de logica die ten 
grondslag ligt aan de geautomatiseerde verwerking' uit.516 Ten vierde dient de ver­
antwoordelijke voor het verlenen van inzage geen bovenmatige vergoedingen te 
vragen.517 Tot slot dient de verantwoordelijke op basis van artikel 35 lid 3 Wbp een 
derde die mogelijkerwijs bedenkingen tegen de inzage heeft in de gelegenheid te 
stellen zijn zienswijze naar voren te brengen. Denk aan de situatie dat inzage 
(mede) betrekking heeft op gegevens van die derde. De verantwoordelijke hoeft 
de derde niet te horen wanneer dat onmogelijk is of een onevenredige inspanning 
kost. De verplichting van artikel 35 lid 3 Wbp komt in richtlijn 95/46/EG niet 
voor. 
De verantwoordelijke is op basis van artikel 35 Wbp verplicht om 'volledige 
inzage' te verschaffen. De verschaffing van volledige inzage vormt voor de prak­
tijk een probleem. De Europese data protection authorities nemen dan ook genoe­
gen met minder volledige inzage. De inzage blijft beperkt tot gegevens die regel­
matig verwerkt worden en eenvoudig toegankelijk zijn.518 De verantwoordelijke 
verschaft vollediger inzage wanneer daar een bijzondere reden voor is, bijvoor­
beeld wanneer de betrokkene om inzage in bepaalde gegevens verzoekt.519 
Het Court of Appeal in Londen oordeelt in overeenstemming met die praktijk 
in de zaak Durant ν Financial Services Authority. Het Court oordeelt dat inzage in 
gegevens waartoe betrokkene gewoonlijk geen toegang heeft, geweigerd kan wor­
den.520 Volgens het Court geeft het inzagerecht geen recht op toegang tot ieder 
gegeven betreffende betrokkene. Ik merk op dat het oordeel samenhangt met het 
feit dat het Court alleen gegevens die iemands persoonlijke levenssfeer raken als 
persoonsgegevens aanmerkt. 
De Europese Commissie geeft toe dat 'there may be a gap between law and 
practice regarding which data the data controller can actually locate'.52' De 
514 Volgens Rb Almelo 14 februan 2005, LJN-nr AS5919 (Dexia) kan een langere termijn redelijk zijn met het oog 
op het aantal soortgelijke verzoeken dat de verantwoordelijke ontvangt, zo ook Rb Rotterdam 20 mei 2005, 
LJN-nr AT8525 (Dexia) 
515 Art 34 (2) Wbp 
516 Art 35 (4) Wbp Die uitleg gaat met zover dat afbreuk wordt gedaan aan het zakengeheim of het intellectuele 
eigendomsrecht dat de software beschermt, vgl overweging 41, richtlijn 95/46/EG 
517 Art 39 Wbp bepaalt dat de vergoeding in principe niet meer dan fl 10,00 is ( ) 
518 Korff2002, ρ 107 
519 Korff 2002, ρ 107, vgl Rb Zwolle 9 maart 2005, LJN-nr AS9407 (Dexia) 
520 England and Wales Court of Appeal (Civil Division), 8 december 2003, Civ 1746 (Durant ν Financial Services 
Authonty), Vgl ook paragraaf 9 3 
521 Commission 2003b, ρ 47 
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Commissie is evenwel niet van plan de richtlijn met de praktijk in overeenstem­
ming te brengen door, zoals een aantal Lid Staten voorstelt522, de verplichting om 
inzage te verschaffen in een inspanningsverplichting te wijzigen. 
Ook het Cbp in Nederland staat een striktere interpretatie van de omvang van 
de te verlenen inzage voor: minder volledige inzage draagt niet bij aan het ver­
groten van transparantie. Dat blijkt uit een brief van het Cbp aan Dexia bank 
Nederland NV (hierna: Dexia) naar aanleiding van een onderzoek over de wijze 
waarop Dexia anno 2004 aan verzoeken om inzage tegemoet kwam.523 Dexia 
reageerde toentertijd op een verzoek om inzage door een overzicht van verwerkte 
persoonsgegevens te verstrekken. De betrokkene moest op dat overzicht aangeven 
van welke verwerkingen hij (eventueel) inzage wenst. Die handelswijze acht het 
Cbp toelaatbaar wanneer de verantwoordelijke grote hoeveelheden gegevens ver­
werkt. Het Cbp acht niet aannemelijk dat die situatie zich bij Dexia voordoet 
omdat Dexia in het kader van een overeenkomst met betrokkenen een afgebakend 
dossier opbouwt. Dexia dient betrokkenen naar mening van het Cbp dus een vol­
ledig afschrift van alle verwerkte persoonsgegevens te verschaffen. Die mening is 
ook Holvast toegedaan.524 Volgens Holvast bepaalt het Besluit kostenvergoeding 
om die reden dat de verantwoordelijke van de betrokkene een bepaalde vergoe­
ding mag vragen.525 De Geschillencommissie Bankzaken is met het Cbp van oor­
deel dat de handelswijze van Dexia niet correct is.526 
De rechtbanken zijn genuanceerder over de omvang van de te verlenen inzage. 
Zo oordeelt de rechtbank Zwolle dat 'de regeling van de Wbp [er van uit gaat] dat 
de betrokkene die van zijn rechten gebruik maakt, aangeeft op welke hem 
betreffende persoonsgegevens het verzoek betrekking heeft'.521 De rechtbank Den 
Bosch oordeelt dat Dexia de betrokkene eerst een overzicht mag verstrekken: 'dat 
overzicht behoeft niet meer in te houden dan een opsomming van de persoonsge­
gevens, die zij verwerkt, dat wil zeggen de directe identificatiegegevens, NAW-
gegevens, etc, en de aard van de eventuele bescheiden (of overige bestanden) die 
daaraan op de ene of andere wijze zijn gekoppeld, zonder dat de verdere inhoud 
van die bescheiden wordt weergegeven. Wanneer er op grond van dit overzicht 
aanleiding voor de [betrokkene] is om nadere informatie of inzage/afschrift te ver­
krijgen in een of meer van die bescheiden, dan kan hij daarom alsnog verzoe­
ken'.i2i Volgens Berkvens hoeft de verantwoordelijke zelfs dan geen afschrift te 
geven. Volgens Berkvens geeft 'een inzageverzoekgeen recht [...] op een volledi-
522 Vgl.· Proposals for Amendment en Oman 2002, p. 182-183 
523 Cbp 3 September 2004 en Cbp 13 oktober 20O4, z2003-1617 (onderzoek naar het recht op kennisneming 
Dexia) 
524 Holvast 2005c, p. 325 
525 Besluit kostenvergoeding rechten betrokkenen Wbp, Slb 2001, 305 
526 Volgens Van den Bergen 2005, p. 301, die verwijst naar een niet gepubliceerd advies van de 
Geschillencommissie Bankzaken d d 10 februan 2005, dossiernummer BAN 03-1131, vgl. ook Rank en 
Haasjes 2005 
527 Rb Zwolle 9 maart 2005, LJN-nr AS9407 (Dexia) 
528 Rb 's-Hertogenbosch 23 maart 2005, LJN-nr AT2889 (Dexia) en Rb 's-Hertogenbosch 23 maart 2005, LJN-nr 
AT2985 (Dexia), vgl ook Rb Rotterdam 20 mei 2005, LJN-nr AT8525 (Dexia) en Rb Amsterdam 10 novem­
ber 2005, AU6428 (Abn Amro) 
529 Berkvens 2005a, ρ 121, vgl. ook. Berkvens 2004b, p. 113. 
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ge kopie van een brief gespreksopname of dossier' ,529 Volgens Rank en Haasjes 
houdt een recht op een volledig overzicht evenmin een recht op een afschrift in.530 
De Hoge Raad oordeelt anders in het Dexia-arrest. Volgens de Hoge Raad moet 
het inzagerecht ruim worden uitgelegd en mag niet volstaan worden met het ver-
strekken van globale gegevens. De verantwoordelijke moet volgens de Hoge Raad 
alle relevante gegevens over de betrokkene verstrekken, hetgeen onder omstan-
digheden zal moeten gebeuren door het verstrekken van afschriften, kopieën of 
uittreksels.531 
De inzageverplichting van de verantwoordelijke is niet helemaal onbegrensd. 
De betrokkene mag de verantwoordelijke op basis van artikel 35 Wbp slechts 'met 
redelijke tussenpozen' om inzage verzoeken. Hij mag de verantwoordelijke niet 
'meer dan gemiddeld en noodzakelijk' benaderen.532 Dat wil zeggen niet meer dan 
ongeveer één keer per jaar.533 De verantwoordelijke is niet verplicht om aan bui-
tensporige verzoeken om inzage te voldoen. 
De inzageverplichting van de verantwoordelijke wordt voorts door artikel 43 
sub e Wbp beperkt. Dat artikel bepaalt dat inzage de rechten en vrijheden van 
anderen, de verantwoordelijke daaronder begrepen, niet teveel mag beperken.534 
Volgens het Cbp is een beroep op artikel 43 Wbp niet (zonder meer) mogelijk 
wanneer de verantwoordelijke een conflict met betrokkene heeft.535 Alleen volgens 
de rechtbank Utrecht is een beroep op artikel 43 Wbp mogelijk 'wanneer de ver-
antwoordelijke conform artikel 43 aanhef en onder e Wbp aannemelijk [maakt] 
dat door de inwilliging van een dergelijk verzoek de administratieve lasten zoda-
nig disproportioneel zijn dat hij in een van zijn [economische] rechten of vrijhe-
den wordt aangetast of dreigt te worden aangetast' P*· Volgens de rechtbank Den 
Bosch komen de administratieve lasten evenwel als vanzelfsprekend voor reke-
ning van Dexia. Dat Dexia veel klanten heeft, vereist volgens de rechtbank dat 
Dexia een grote administratieve organisatie heeft.537 De Hoge Raad heeft is het 
met de rechtbank eens.538 Daaraan voegt Holvast toe dat het BKR wel honderd-
duizend inzageverzoeken per jaar afhandelt zonder zich op artikel 43 Wpr te 
beroepen.539 De rechtbank Almelo voegt toe dat: 'het verzoek van verzoeker [...] 
als individueel verzoek beoordeeld [dient] te worden en niet als onderdeel van een 
530 Rank en Haasjes 2005, ρ 372-373. 
531 Hoge Raad 29 juni 2007, LJN-nr AZ4664. 
532 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 157. 
533 Commissie 2003b, ρ 21 
534 Kamerstukken II, 1997/1998, 25 892, nr 3, p. 157-158 
535 Cbp 3 september 2004 en Cbp 13 oktober 2004, z2003-1617 (onderzoek naar het recht op kennisneming 
Dexia) Vgl ook Rb Utrecht 12 januan 2005, LJN-nr AS2127 (Dexia), Rb Zwolle 9 maart 2005, LJN-nr 
AS9407 (Dexia) en Rb Breda 15 apnl 2005, LJN-nr AT3948 (Dexia), waann eveneens verworpen wordt de stel­
ling van Dexia dat inzage een doorkruising van art 843a Rv oplevert 
536 Rb Utrecht 12 januan 2005, LJN-nr AS2127 (Dexia), Dexia dreigde in casu in zijn economische rechten te wor­
den beperkt doordat de kosten van de beantwoording van duizenden inzageverzoeken enkele honderdduizen­
den euro's bedragen wat Dexia in haar bedrijfsvoering belemmert Dexia ontving die inzageverzoeken naar aan­
leiding van een uitzending van het programma Radar van de TROS op 13 september 2004 
537 Rb 's-Hertogenbosch 23 maart 2005, LJN-nr AT2985 (Dexia). 
538 Hoge Raad 29 juni 2007, LJN-nr AZ4664 
539 Holvast 2005c, p. 325 
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collectieve beschadigingsactie. [...] Dat er ook anderen zijn die een dergelijk ver­
zoek met betrekking tot hun gegevens hebben ingediend, mag voor verzoeker geen 
beperking zijn van zijn recht op inzage'.540 
De inzageverplichting van de verantwoordelijke wordt voorts door artikel 3:13 
BW beperkt. Die bepaling verbiedt misbruik van bevoegdheid.541 Volgens het Cbp 
kan inzage evenwel niet geweigerd worden op grond dat betrokkene er om vraagt 
'met een ander doel dan waarvoor het inzagerecht bedoeld i's'.542 De Wbp ver­
plicht de betrokkene namelijk niet tot motivering van zijn verzoek om inzage. De 
Hoge Raad heeft dat in het Dexia-arrest bevestigd.543 De rechtbank Amsterdam 
oordeelt in dat verband ook dat artikel 35 Wbp 'het belang van de betrokkene ver­
onderstelt en aan diens recht, respectievelijk de uitoefening daarvan, behoudens 
[de] hier niet terzake doende uitzondering [van artikel 43 aanhef en onder e Wbp], 
geen voorwaarden verbindt'.544 Dat de betrokkene geen belang hoeft aan te voe­
ren, neemt volgens de rechtbank Den Bosch evenwel niet weg dat betrokkene 'wel 
degelijk ook van deze bevoegdheid misbruik kan maken en dat dat met name het 
geval kan zijn wanneer hij zijn verzoek doet met het uitsluitende oogmerk om de 
verantwoordelijke (in dit geval Dexia) te schaden. Dat zich dat geval hier voor 
doet is evenwel niet aannemelijk geworden. Het feit dat verzoeker een brief heeft 
gestuurd die hij heeft gedownload van internet en die door de redactie van het TV-
programma TROS RADAR als standaardbrief is opgesteld, is onvoldoende om tot 
de conclusie te komen dat verzoeker geen ander oogmerk heeft dan Dexia schade 
toe te brengen\i4i Dat het feit dat betrokkene voor inzage geen belang hoeft aan 
te voeren niet betekent dat de betrokkene van inzage geen misbruik kan maken, 
wordt door het Hof Amsterdam onderstreept.546 
Dat een inzageverzoek misbruik van bevoegdheid oplevert wanneer dat ver­
zoek ziet op gegevens waarover de betrokkene al beschikt, lijkt het Cbp niet uit te 
sluiten.547 Het Cbp kan zich 'voorstellen' dat de verantwoordelijke kiest voor een 
werkwijze waarbij het 'geen afschriften stuurt van stukken die reeds in het bezit 
van de betrokkene kunnen zijn'.54" 
Volgens Rank en Haasjes vormt de 'exhibitieplicht' van artikel 843a 
Rechtsvordering (hierna: Rv) nog een beperking van de verplichting om inzage te 
verlenen.549 De exhibitieplicht verleent onder bepaalde voorwaarden inzage. De 
540 Rb Almelo 14 februari 2005, LJN-nr AS 5909 (Dexia) en Rb Almelo 14 februari 2005, LJN-nr AS5919 
(Dexia), vgl Rb Rotterdam 20 mei 2005, LJN-nr AT8525 (Dexia) 
541 Art. 3 10 j° art. 3:15 BW. 
542 Cbp 13 oktober 2004, z2003-1617 (onderzoek naar het recht op kennisneming Dexia), vgl Rb Almelo 14 
februari 2005, LJN-nr AS5919 (Dexia) en Rb Almelo 14 februan 2005, LJN-nr AS5909 (Dexia) 'welk doel 
een betrokkene heeft met zijn verzoek om inzage m de persoonsgegevens speelt hierbij in beginsel geen rol'. 
543 Hoge Raad 29 juni 2007, LJN-nr AZ4664 
544 Rb Amsterdam 19 mei 2005, LJN-nr AT5858 (Dexia) 
545 Rb 's-Hertogenbosch 23 maart 2005, LJN-nr AT2889 (Dexia) en Rb 's-Hertogenbosch 23 maart 2005, LJN-nr 
AT2985 (Dexia), zo ook Rb Rotterdam 20 mei 2005, LJN-nr AT8525 (Dexia) 
546 Vgl : Rank en Haasjes 2005, p. 375-376 met verwijzing naar: Hof Amsterdam 10 november 2005, niet gepu­
bliceerd 
547 Rank en Haasjes 2005, ρ 377 
548 Cbp 3 september 2004, z2003-1617 (onderzoek naar het rechi op kennisneming Dexia), blad 7. 
549 Rank en Haasjes 2005, ρ 377-378. 
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voorwaarden beogen 'fishing expeditions' te voorkomen. Volgens Rank en 
Haasjes moet degene die inzage op basis van artikel 843a Rv is geweigerd, inza-
ge ook op basis van artikel 35 geweigerd worden. De rechtspraak deelt die visie 
niet.550 
De inzageverplichting wordt naar mijn mening tot besluit beperkt door de for-
meel-juridische betekenis die aan de 'verantwoordelijke' toekomt.551 Die beteke-
nis brengt mee dat de verantwoordelijke in beginsel uit niet meer dan één ven-
nootschap bestaat. Door die betekenis zijn de vennootschappen van een groep in 
beginsel zelfstandige verantwoordelijken. De inzageverplichting van de verant-
woordelijke is dus in beginsel beperkt tot verwerkingen door de vennootschap van 
de verantwoordelijke. 
11.6.3.2 Recht op correctie 
In het verlengde van het recht op inzage, heeft de betrokkene recht op correctie. 
Inzage vormt namelijk een voorwaarde voor het recht op correctie. In artikel 36 
Wbp is het recht op correctie neergelegd. 
Het recht op correctie vestigt verplichtingen voor de verantwoordelijke. Ten 
eerste de verplichting om persoonsgegevens te corrigeren wanneer die feitelijk 
onjuist zijn, met het oog op het doel onvolledig of bovenmatig, dan wel anderszins 
in strijd met een wettelijk voorschrift. Het 'corrigeren' moet ruim opgevat worden. 
Het omvat: verbeteren, maar ook aanvullen, verwijderen en afschermen. 
Ten tweede verplicht artikel 36 Wbp de verantwoordelijke om binnen vier 
weken te reageren op een verzoek om correctie. De weigering moet worden gemo-
tiveerd.552 De verantwoordelijke die in correctie toestemt, dient de wijziging zo 
spoedig mogelijk door te voeren.553 
Ten derde verplicht artikel 36 lid 4 Wbp de verantwoordelijke de gegevens die 
op een drager staan waarvan de inhoud (technisch) niet voor wijziging vatbaar is 
om de gebruiker van de drager op de hoogte te stellen van het feit dat er - terecht 
- werd verzocht om correctie. Volgens de wetsgeschiedenis moet de gebruiker van 
de drager in dat geval uiteindelijk van de gecorrigeerde gegevens worden voor-
zien.554 Anders zou het voor de verantwoordelijke aantrekkelijk worden om gege-
vens op een (technisch) niet te wijzigen drager te plaatsen. Artikel 36 lid 4 Wbp 
verplicht de verantwoordelijke niet de gebruikers van de drager van de gecorri-
geerde gegevens te voorzien. 
Artikel 38 Wbp verplicht de verantwoordelijke tot besluit om derden waaraan 
hij de gegevens verstrekte van de correctie op de hoogte te stellen. De verant-
woordelijke mag dat op de hoogte stellen achterwege laten als dat een onevenre-
dige inspanning vergt. De wetsgeschiedenis noemt het voorbeeld van correctie 
550 Vgl Rb Zwolle 9 maan 2005, LJN-nr AS9407 (Dexia), Rb Breda I apnl 2005, LJN-nr AT3948 (Dexia), Rb 
Amsterdam 19 mei 2005, LJN-nr AT5858 (Dexia), Rb Amsterdam 10 november 2005, LJN-nr AU6428 (Abn 
Amro) en Hoge Raad 29 juni 2007, LJN-nr AZ4664 
551 Vgl. paragraaf 9 5 
552 Art 36 (2) Wbp. 
553 Art 36 (3) Wbp 
554 Kamerstukken 11, 1997/1998, 25 892, nr 3, ρ 160 
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van een gegeven in een groot, landelijk verspreid adressenbestand als het tele­
foonboek. De aard van het gegeven en de aard van de verbetering bepalen of een 
inspanning redelijk is. De verbetering van een strafrechtelijk gegeven mag meer 
inspanning vergen dan een telefoonnummer in een telefoonboek.", De verant­
woordelijke hoeft derden ook niet op de hoogte te stellen wanneer dat onmogelijk 
is. Dat doet zich voor wanneer de verantwoordelijke 'niet meer de beschikking 
heeft over de informatie aan welke derden hij de gegevens heeft verstrekt' .5 5 6 Die 
uitzondering is naar mijn mening gevoelig voor misbruik zolang zij niet uitslui­
tend op situaties van overmacht ziet. 
J 1.6.3.3 Recht op verzet 
In het verlengde van het recht op inzage heeft betrokkene (ook) recht op verzet. 
De Wbp verleent de betrokkene in twee gevallen het recht om zich tegen de niet 
onrechtmatige verwerking van zijn gegevens te verzetten. De verschillen in de 
implementatiewetten zijn groot. Aan de ene kant kent een aantal Lid Staten 
betrokkene voor iedere verwerking een recht op verzet toe. Aan de andere kant 
kent een aantal Lid Staten betrokkene in het geheel geen (algemeen) recht op ver­
zet toe.557 De Wbp volgt de richtlijn.558 
Ten eerste komt de betrokkene op basis van artikel 40 Wbp een 'relatief' recht 
op verzet toe wanneer de verwerking plaats vindt op basis van artikel 8 sub f Wbp. 
Het belang van het verzetsrecht is daarmee gegeven: voor het bedrijfsleven vormt 
artikel 8 sub f Wbp de voornaamste rechtvaardiging voor de verwerking van gege­
vens.
559
 Het rechtvaardigt namelijk de verwerking die noodzakelijk is ter beharti­
ging van het gerechtvaardigde belang van de verantwoordelijke of van een derde. 
Het verplicht de verantwoordelijke dat belang afte wegen tegen het belang of de 
fundamentele rechten en vrijheden van betrokkene. Het staat de verwerking toe 
wanneer het belang van de verantwoordelijke of de derde prevaleert. Het is moge­
lijk dat de verantwoordelijke in een individueel geval een andere afweging had 
moeten maken. Denk aan het geval dat een bepaalde omstandigheid de verant­
woordelijke niet bekend was en ook niet bekend kon zijn.560 De betrokkene komt 
om die reden een recht van verzet toe. De betrokkene kan de verantwoordelijke op 
grond van 'bijzondere persoonlijke omstandigheden' verzoeken om opnieuw een 
belangenafweging te maken. De verantwoordelijke moet dat binnen vier weken 
doen. Dat de verantwoordelijke het verzet gerechtvaardigd acht, betekent niet per 
definitie dat de verantwoordelijke de verwerking moet staken. Denkbaar is bij­
voorbeeld dat betrokkene zich slechts verzet tegen de verstrekking van zijn gege­
vens. De verwerking van gegevens in strijd met een gerechtvaardigd verzet, is 
555 Kamerstukken 11, 1997/1998, 25 892, nr 3, ρ 162 
556 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 162 
557 Korff2002, ρ 112 
558 Vgl an. 14 nchllijn 95/46/EG en art 40-41 Wbp. 
559 Uitgebreid, vgl • paragraaf 113 2 
560 Kamentukken 11, 1997/1998, 25 892, nr 3, p. 163 
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onrechtmatig. 
Tweede situatie waarin de betrokkene een recht op verzet toekomt, is te vinden in 
artikel 41 Wbp. Het betreft verzet tegen de verwerking van gegevens voor direct 
marketing.561 Tot direct marketing wordt gerekend 'de totstandbrenging of de 
instandhouding van een directe relatie tussen de verantwoordelijL· of een derde 
en de betrokkene met het oog op werving voor commerciële of charitatieve doe-
len'. Het huis-aan-huis verspreiden van reclamefolders of het doen van markton-
derzoek is dus, anders dan een aantal implementatiewetten doet geloven562, geen 
direct marketing.563 Het benaderen van betrokkene via (elektronische) post of tele-
foon met reclame wel.564 Het gebruik van gegevens voor direct marketing is toe-
gestaan voor zover aan de Wbp wordt voldaan.565 De betrokkene kan zich evenwel 
- ondanks dat de direct marketing conform de Wbp is, tegen direct marketing ver-
zetten. Het recht op verzet op deze grond is absoluut. Het verwerken moet na ver-
zet op deze grond worden gestaakt, voor hernieuwde belangenafweging is geen 
plaats. 
11.6.4 Afronding 
De informatieplichten die de Wbp de verantwoordelijke oplegt beogen transpa-
rantie te bieden. De verantwoordelijke biedt transparantie door zowel het Cbp als 
de betrokkene van de verwerking op de hoogte te stellen. De vraag is of het nodig 
is dat de verantwoordelijke zowel de betrokkene als het Cbp informeert. 
De meldingsplicht bij het Cbp kent een aantal vrijstellingen. Problematisch is 
dat de vrijgestelde verwerking precies aan de omschrijving van het Vrijstellings-
besluit moet voldoen om niet te hoeven worden gemeld. 
De informatieplicht bij de betrokkene kent eveneens een aantal vrijstellingen. 
De Wbp differentieert naar gelang de verantwoordelijke de gegevens van de 
betrokkene verkrijgt of niet. 
De transparantie die de beide informatieverplichtingen bieden, moeten het de 
betrokkene mogelijk maken zijn rechten jegens de verantwoordelijke uit te oefe-
nen. De betrokkene heeft een recht op inzage, op correctie en verzet. 
Inzage verplicht de verantwoordelijke om een volledig overzicht te geven van de 
gegevens die hij van betrokkene verwerkt. De meningen verschillen over de vraag 
of dat betekent dat de verantwoordelijke een afschrift moet geven van alle gege-
vens die hij van de betrokkene verwerkt. De reguliere rechtspraak vereist in eerste 
instantie geen afschrift, het Cbp wel. Daarnaast verschillen de meningen over de 
561 Sommige Lid Staten kennen de betrokkenen een recht op informatie toe over een voorgenomen verstrekking 
aan of gebruik voor rekening van een derde voor direct marketing doeleinden Ten aanzien van die verstrekking 
of dat gebruik hebben betrokkenen recht van verzet Art 14 sub b richtlijn 95/46/EG staat ook die mogelijk-
heid toe Vgl Korff 2002, ρ 116-118 
562 Vgl Korff 2002, ρ 115 e ν 
563 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 165, vgl ook paragraaf 2 2 2 
564 Waarvoor hoofdstuk 11 Telecommunicatiewet 1998 specifieke regels stelt 
565 Vgl paragraaf 113 2, met name art 9 Wbp 
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vraag naar de beperkingen van het inzagerecht. De reguliere rechtspraak acht 
beperking van het recht bij misbruik van bevoegdheid denkbaar, het Cbp in prin-
cipe niet. 
Inzage stelt de betrokkene in staat zijn recht op correctie uit te oefenen wan-
neer gegevens feitelijk onjuist zijn, met het oog op het doel onvolledig of boven-
matig, dan wel anderszins in strijd met een wettelijk voorschrift. Inzage stelt de 
betrokkene daarnaast in staat zich te verzetten tegen de verwerking op grond van 
artikel 8 sub f Wbp of tegen de verwerking voor direct marketing. 

DEEL IV SYNTHESE 

12 Wbp versus vennootschapsrecht en 
vermogensrecht 
12.1 Inleiding 
In deel II gaf ik aan welke regels van het vennootschapsrecht en het vermogens-
recht relevant zijn voor de organisatie die informatie gebruikt. In deel III gaf ik 
aan welke regels van de Wbp voor die organisatie relevant zijn. In dit deel ga ik 
na in hoeverre die regels onderling op elkaar afstemmen. 
De onderlinge afstemming van nieuwe regels op bestaande regels is, zoals we in 
paragraaf 1.5 zagen, één van de door de wetgever aan wetgeving gestelde kwali-
teitseisen.1 De kwaliteitseis beoogt inconsistenties en fricties bij de uitvoering en 
de handhaving van regels op eenzelfde niveau te voorkomen.2 
De onderlinge afstemming van regels is, zo zagen we, in de eerste plaats van 
belang als nieuwe regels eenzelfde of een verwant onderwerp hebben als bestaan-
de regels, maar inhoudelijk van die regels verschillen (figuur 51, gearceerde deel). 
Daarnaast is de onderlinge afstemming van belang als nieuwe regels een ander, 
nieuw onderwerp hebben, maar door hun effect op de bestaande regels inwerken 
(figuur 51, niet gearceerde deel). 
In het eerste geval ontbreekt harmonisatie tussen de regels (figuur 51, laatste 
kolom). Het gevaar dreigt dat regels Onnodig verscheiden zijn' zodat de over-
zichtelijkheid van het recht of zelfs de rechtszekerheid in het gedrang komt en de 
bereidheid om regels na te komen, afneemt.3 In het tweede geval ontbreekt coör-
dinatie (figuur 51, laatste kolom). Denk aan het geval dat een nieuwe regel, van-
uit een andere invalshoek, eisen aan eenzelfde gedraging stelt als een bestaande 
regel.4 In dat geval dreigt het gevaar dat regels tegenstrijdig zijn. 
1 Kamerslukken II, 1990/1991, 22 008, nrs 1-2, nota 'Zicht op wetgeving', nadien herhaald in Kamerstukken II, 
2000/2001, nr. 2, nota 'Wetgevingskwaliteit en wetgevingsvisitatie' 
2 Kamerstukken II, 1990/1991, 22 008, nr 1, p. 29 en Broeksteeg, Hardy, Klosse e.a 2005, ρ 45 en 449 
3 Broeksteeg, Hardy, Klosse e a 2005, ρ 451 en 452 
4 Broeksteeg, Hardy, Klosse e.a. 2005, 465-466 



























Of nieuwe regels eenzelfde onderwerp hebben of een ander onderwerp hebben als 
bestaande regels is niet altijd zonneklaar.5 In mijn onderzoek heeft het gros van de 
'nieuwe' regels - die van de Wbp - een ander onderwerp dan de bestaande regels 
van het vennootschapsrecht en het vermogensrecht. De vraag in hoeverre die 
regels afstemmen op die van het vennootschapsrecht en het vermogensrecht, is 
dan de vraag in hoeverre die regels door hun effect op de regels van het vennoot-
schapsrecht en het vermogensrecht inwerken. 
De Wbp bevat een enkele regel die eenzelfde onderwerp heeft als één of meer 
regels van het vennootschapsrecht of het vermogensrecht (figuur 51, gearceerde 
deel). De vraag is dan in hoeverre die regel inhoudelijk van die van het vennoot-
schapsrecht en het vermogensrecht verschilt. 
De beantwoording van beide vragen vereist dat de regels van de Wbp met die 
van het vennootschapsrecht en het vermogensrecht worden vergeleken (figuur 
52). Ik vergelijk die regels hierna. 
5 Broeksteeg, Hardy, Klosse e a 2005, ρ 466 





















Het onderhavige onderzoek beoogt het antwoord te vinden op de vraag in hoever-
re de regels van de Wbp afstemmen op die van het vennootschapsrecht en het ver-
mogensrecht. Het beoogt dus niet het antwoord te vinden op de vraag op welke 
wijze een regel van de Wbp op het vennootschapsrecht of het vermogensrecht 
afgestemd zou kunnen worden in het geval de betreffende regel daar niet op 
afstemt. In een voorkomend geval doe ik hierna soms wel een suggestie. 
Het onderhavige onderzoek beoogt ook niet het antwoord te vinden op de 
vraag in hoeverre de regels van de Wbp voldoen aan de overige kwaliteitseisen 
van wetgeving. Dat neemt niet weg dat na analyse van de Wbp ten aanzien van een 
aantal regels van de Wbp wel het vermoeden bestaat dat ze niet voldoen aan de 
met de kwaliteitseis van onderlinge afstemming verband houdende kwaliteitseisen 
van rechtmatigheid aan de ene kant en van doeltreffendheid en doelmatigheid aan 
de andere kant. Die mogelijkheid is in figuur 51 niet opgenomen. In een voorko-
mend geval worden de regels die vermoedelijk niet aan die kwaliteitseisen vol-
doen hierna wel aangestipt. 
Het betreft aan de ene kant die regels van de Wbp die richtlijn 95/46/EG niet 
correct implementeren. De regels die niet afstemmen aan 'hogere' regels, zoals 
nchtlijnregels, voldoen namelijk niet aan de kwaliteitseis van rechtmatigheid.6 Het 
betreft aan de andere kant die regels van de Wbp die het doel dat zij beogen te ver-
wezenlijken niet kunnen verwezenlijken of die dat doel slechts kunnen verwezen-
lijken door een inspanning te verlangen die tot dat doel in een 'ongunstige' ver-
houding staat.7 
6 Kamerstukken II, 1990/1991, 22 008, nr. 2, p. 24-25. 
7 Kamerstukken II, 1990/1991, 22 008, nr. 2, p. 25-26 en Broeksteeg, Hardy, Klosse e.a. 2005, p. 37. 
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12.2 Verantwoordelijke versus groep 
Om te beginnen worden de begrippen van de Wbp met die van het vennoot-
schapsrecht en het vermogensrecht vergeleken. Ik begin met het begrip 'verant-
woordelijke'. Ik vergelijk het begrip met het bestaande vennootschapsrechtelijke 




















De definitie van de organisatie die als 'groep' is aan te merken, is behandeld in 
hoofdstuk 4. De groep is de organisatie die bestaat uit andere organisaties. Die 
andere organisaties zijn rechtspersoon of (contractuele) vennootschap. Het onder-
havige onderzoek beperkt zich tot de groep die bestaat uit naar Nederlands recht 
opgerichte naamloze en/of besloten vennootschappen.8 
De naamloze en de besloten vennootschap zijn organisaties die zijn vormge-
geven volgens de regels van Boek 2 BW. De naamloze of besloten vennootschap 
die niet aan de regels van Boek 2 BW voldoet, ontstaat niet. De regels van Boek 
2 BW geven de samenwerking tussen de personen die tot de vennootschap beho-
ren, vorm en de samenwerking met de personen die daar niet toe behoren. De 
deelrechtsorde die volgens de regels van Boek 2 BW is vormgegeven, is juridisch 
zelfstandig ten opzichte van die personen doordat die deelrechtsorde rechtsper-
soonlijkheid bezit. De vennootschap is als rechtspersoon zelf drager van rechten 
en verplichtingen. Zij is dus rechtssubject. Zij neemt zelfstandig deel aan het 
rechtsverkeer. 
De groep is geen rechtssubject. Zij is dus geen drager van eigen rechten en ver-
plichtingen. Zo ook niet het (niet rechtspersoonlijkheid bezittende) filiaal of kan-
toor van waaruit de vennootschap (feitelijk) opereert. 
8 Vgl paragraaf I 4 
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Boek 2 BW verdeelt bepaalde werkzaamheden van de vennootschap over de orga-
nen van de vennootschap. De statuten werken de verdeling van bepaalde werk-
zaamheden verder uit. De vennootschap is in beginsel vrij in de verdeling van de 
werkzaamheden die niet door Boek 2 BW verdeeld worden. De verdeling van die 
werkzaamheden wordt (doorgaans) niet door de wet, maar door de (arbeids)over-
eenkomst 'geregeerd'. 
De verdeling van de werkzaamheden over de aandeelhouders, de bestuurders, 
de commissarissen en de andere personen die tot de vennootschap behoren, is van 
belang vanwege het feit dat de vennootschap (als 'fictie' van het recht9) feitelijk 
niet in staat is werkzaamheden te verrichten. De verdeling van de werkzaamheden 
bepaalt, zoals we in paragraaf 7.3 zagen, welke, door een natuurlijke persoon ver-
richte, feitelijke werkzaamheden voor rekening van de vennootschap zijn in plaats 
van voor rekening van de persoon die de werkzaamheden verrichtte. 
De door een natuurlijke persoon verrichte feitelijke werkzaamheden worden 
sinds het Kleuterschool Babbel-arrest aan de vennootschap toegerekend als die 
persoon een functionaris van de vennootschap is en als de door die persoon ver-
richte werkzaamheden in het maatschappelijk verkeer gelden als door de ven-
nootschap verricht.10 De functionaris is een natuurlijke persoon die zijn werk-
zaamheden voor de vennootschap (min of meer) zelfstandig vervult. Dat betekent 
dat de natuurlijke persoon die een functie in een orgaan van de vennootschap 
heeft, zoals de bestuurder of de commissaris, (in ieder geval) functionaris is. 
De door de ondergeschikte of niet ondergeschikte (niet zijnde functionaris) 
verrichte feitelijke werkzaamheden worden niet aan de vennootschap toegere-
kend. De vennootschap is op grond van het vermogensrecht onder omstandighe-
den wel (risico)aansprakelijk voor de onrechtmatige rechtsgevolgen van die werk-
zaamheden. 
De verdeling van de werkzaamheden van de vennootschap is in beginsel niet 
anders als die vennootschap deel van een groep uitmaakt. De verdeling van de 
werkzaamheden over de organen van de moeder of de dochter is in beginsel 
dezelfde als de verdeling van de werkzaamheden over de organen van andere ven-
nootschappen. 
De moeder is als aandeelhoudster van de dochter met die dochter verbonden. 
Die verbondenheid verleent de moeder invloed in die dochter. De dochter wordt 
van de moeder (feitelijk) afhankelijk. De juridische onafhankelijkheid van de 
dochter wordt door die feitelijke afhankelijkheid genuanceerd. Die nuancering is 
van belang voor de vraag of een bepaalde handeling van de dochter geldt als door 
de moeder verricht. 
De mogelijkheid dat een handeling van de dochter als handeling van de moe-
der geldt, bestaat slechts in theorie: de Hoge Raad heeft vereenzelviging (nog) 
nooit aangenomen. De (juridische) onafhankelijkheid van de moeder als rechts-
9 Von Savigny, vgl · Asser-Van der Gnnten-Maeijer 2-II, nr 1 
10 HR 6 apnl 1979, NJ 1980, 34 (Kleuterschool Babbel) 
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subject zou daardoor opzij gezet worden. De Hoge Raad heeft wel aangenomen 
dat de moeder onder bijzondere omstandigheden op basis van onrechtmatige daad 
aansprakelijk is voor handelen als aandeelhoudster van de dochter. Die aanspra-
kelijkheid zet de onafhankelijkheid van de moeder niet opzij. Ook niet als de moe-
der aansprakelijkheid voor de dochter (vrijwillig) aanvaardt. 
12.2.2 Verantwoordelijke 
De definitie van de organisatie die als 'verantwoordelijke' is aan te merken, is 
besproken in hoofdstuk 8. De Wbp definieert die organisatie als de natuurlijke 
persoon of rechtspersoon die, alleen of met anderen, het doel voor de verwerking 
van persoonsgegevens vaststelt. De natuurlijke of rechtspersoon die in opdracht 
van de verantwoordelijke persoonsgegevens verwerkt, duidt de Wbp aan als 
'bewerker' en de natuurlijke persoon die onder rechtstreeks gezag van de verant-
woordelijke persoonsgegevens verwerkt als 'intern beheerder'." 
De definitie van de verantwoordelijke voorziet in de mogelijkheid dat een ven-
nootschap de verantwoordelijke is. De Wbp geeft geen antwoord op de vraag 
welke bij de vennootschap betrokken intern beheerder in dat geval het doel voor 
de verwerking vast moet stellen. De beantwoording van die vraag is van belang 
omdat een vennootschap feitelijk niet in staat is het doel voor de verwerking vast 
te stellen. De feitelijke vaststelling van het doel geschiedt (dus) altijd door een 
natuurlijke persoon. De vaststelling door die persoon dient aan de vennootschap 
te kunnen worden toegerekend om als vaststelling door de vennootschap te gelden 
(in plaats van als vaststelling door die natuurlijke persoon). 
Ook het vennootschapsrecht beantwoordt niet de vraag welke bij de vennoot-
schap betrokken natuurlijke persoon bevoegd is het doel voor de verwerking van 
persoonsgegevens voor een vennootschap vast te stellen.12 De met het oog op de 
verwerking van gegevens van belang zijnde bevoegdheden die het vennootschaps-
recht wel verdeelt, betreffen die van de bestuurders om een effectief, efficiënt en 
wetmatig informatieproces te creëren, die van de commissarissen om op dat pro-
ces toezicht te houden en die van de aandeelhouders om de bestuurders daarom-
trent te instrueren. De algemene vergadering is voorts bevoegd om de statuten en 
dus het doel van de vennootschap te wijzigen. Dat doel bepaalt welke werkzaam-
heden de vennootschap verricht. De wetgever verduidelijkt niet of dat betekent dat 
de algemene vergadering ook het doel voor de verwerking van persoonsgegevens 
vaststelt. 
De wetsgeschiedenis van de Wbp verduidelijkt wel welke vennootschap volgens 
het 'civielrechtelijke [...] personen- en organisatierecht' verantwoordelijke is 
wanneer een vennootschap deel van een groep uitmaakt.13 De wetgever meent dat 
'het civielrechtelijke [...] personen- en organisatierecht' dan meebrengt dat de 
11 Art I sub e Wbp respectievelijk Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 56 en 61 
12 Vgl paragraaf 4 3-4 5 
13 Vgl paragraaf 8 3 2 
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vennootschappen die deel van de groep uitmaken 'vreemden' ten opzichte van 
elkaar zijn. De wetgever meent dat één verantwoordelijke in beginsel bestaat uit 
één vennootschap. De wetgever biedt vennootschappen die samen willen werken 
conform het 'civielrechtelijke [...] personen- en organisatierecht' wel de moge-
lijkheid om aansprakelijkheid te delen.14 De wetgever werkt die mogelijkheid in 
de wetsgeschiedenis verder uit. 
Ten eerste heeft een natuurlijke of een rechtspersoon volgens de wetsgeschie-
denis de mogelijkheid om het doel voor de verwerking samen met een andere 
(rechts)persoon vast te stellen.15 Ten tweede heeft een rechtspersoon de mogelijk-
heid om het doel voor een andere rechtspersoon vast te stellen.16 De overwegingen 
voorafgaand aan de richtlijn lijken die mogelijkheid toe te laten.17 De mogelijk-
heid is in de andere Lid Staten niet bekend. De rechtspersoon van wie het doel 
voor de verwerking door een andere rechtspersoon wordt vastgesteld, loopt (in het 
geval de door hem verrichte verwerking zowel onder de Wbp als onder het recht 
van een andere Lid Staat valt, hetgeen vanwege artikel 4 Wbp mogelijk is18) aldus 
het risico dat hij op grond van de Wbp niet en op grond van het recht van een 
andere Lid Staat wel als verantwoordelijke wordt aangemerkt. 
De wetsgeschiedenis van de Wbp verduidelijkt tenslotte wie verantwoordelijke is 
wanneer dat volgens het 'civielrechtelijke [...] personen- en organisatierecht' niet 
helder is. De verantwoordelijke is dan de natuurlijke persoon of rechtspersoon 
voor rekening van wie de verwerking op grond van de in het maatschappelijk ver-
keer geldende maatstaven wordt verricht. 
12.2.3 Conclusie 
Het 'nieuwe' begrip 'verantwoordelijke' beoogt blijkens de wetsgeschiedenis op 
de bestaande begrippen 'groep' en 'vennootschap' afte stemmen, maar wijkt daar 
wat formulering betreft van af. Het begnp voldoet daardoor niet geheel aan de 
kwaliteitseis van onderlinge afstemming (figuur 51, gearceerde deel). Het creëert 
daardoor een verscheidenheid die niet nodig is. Die verscheidenheid creëert een 
onoverzichtelijkheid die mogelijk rechtsonzekerheid veroorzaakt. 
Gezien het voorgaande verdient het naar mijn mening aanbeveling de begrippen 
'verantwoordelijke', 'bewerker' en 'intern beheerder' te laten vervallen en te ver-
vangen voor de begrippen van het vennootschapsrecht en het vermogensrecht. Dat 
stemt beter af op het 'civielrechtelijke [...] personen- en organisatierecht'.19 
14 Vgl paragraaf 83 2 
15 Vgl paragraaf 8 4 1 
16 Vgl paragraaf 8 4 2 
17 Vgl overweging 19 richtlijn 95/46/EG 
18 Vgl paragraaf 11 5 1 
19 Vgl ook de door Broeksteeg, Hardy, Klosse, Peelers en Verhey 2005 geformuleerde kwaliteitseisen voor wet-
geving 
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De aanbeveling maakt duidelijk dat de vennootschap voor de nakoming van de 
verplichtingen van de Wbp het aanspreekbare rechtssubject is als een door een bij 
die vennootschap betrokken natuurlijke persoon geïnitieerde verwerking geldt als 
door die vennootschap geïnitieerd. De verwerking geldt als door de vennootschap 
geïnitieerd als die in het maatschappelijk verkeer als zodanig wordt aangemerkt 
en als die door een bij de vennootschap betrokken, bevoegde functionaris is geï-
nitieerd. Naar mijn idee heeft (in ieder geval) de bestuurder op grond van het 
'civielrechtelijke [...] personen- en organisatierecht' de bevoegdheid om de ver-
werking te initiëren (lees: om het doel voor de verwerking vast te stellen).20 De 
commissarissen houden terzake toezicht en de aandeelhouders instrueren de 
bestuurders. 
De bij de vennootschap betrokken natuurlijke persoon die op eigen houtje, 
zonder daartoe bevoegd te zijn, een verwerking initieert, is voor die verwerking op 
de nakoming van de verplichtingen van de Wbp zelf aanspreekbaar. De vennoot-
schap is op de nakoming van de verplichtingen van de Wbp voor die verwerking 
dan niet zelf aanspreekbaar. Dat neemt niet weg dat de vennootschap voor de 
onrechtmatige rechtsgevolgen van die verwerking mogelijk risicoaansprakelijk is 
en wel als die onrechtmatige rechtsgevolgen, kort gezegd, door een door de ven-
nootschap ingeschakelde ondergeschikte of niet ondergeschikte in het kader van 
de werkzaamheden van de vennootschap werden veroorzaakt. 
De aanbeveling maakt voorts duidelijk dat de vennootschap ook aanspreekbaar is 
op de niet nakoming van de verplichtingen van de Wbp voor een verwerking die 
niet op een bepaalde bij de vennootschap betrokken natuurlijke persoon is terug 
te voeren. Dat is het geval als die verwerking in het maatschappelijk verkeer heeft 
te gelden als door de vennootschap geïnitieerd. Denk aan aansprakelijkheid als 
gevolg van een technische storing. 
Tot besluit maakt de aanbeveling duidelijk dat de ene vennootschap in beginsel 
niet is aan te spreken op de niet nakoming van de verplichtingen van de Wbp voor 
een verwerking die door een andere vennootschap werd geïnitieerd. De vennoot-
schap die persoonsgegevens met een andere vennootschap (al dan niet groeps-
maatschappij, dat maakt niet uit) deelt, is in beginsel op dezelfde wijze aan te 
spreken op de nakoming van de verplichtingen van de Wbp als de vennootschap 
die geen gegevens deelt. 
De niet-nakoming van een verplichting is veelal naar één van de delende ven-
nootschappen te herleiden. Denk aan de verplichting om voor een uitdrukkelijk 
omschreven doel te verzamelen en de verplichting om een verwerking te melden. 
De niet-nakoming is voorts veelal te herleiden tot een ondergeschikte of een 
niet ondergeschikte die een bepaald voorschrift feitelijk niet nakwam. De ven-
nootschap voor wie de ondergeschikte of de niet ondergeschikte werkzaam is21, is 
20 Vgl in die richting Schreuders en Gardenien. 2005, ρ 260-261 
21 Waarover Verburg 2002, m.n ρ 53 
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voor die niet-nakoming onder omstandigheden wel aansprakelijk op grond van 
artikel 6:170 en 171 BW. Denk aan de verplichting om inzage te verschaffen en 
de verplichting om te corrigeren. 
De niet-nakoming is in een enkel geval niet tot een bepaalde ondergeschikte of 
niet ondergeschikte te herleiden. De verplichting om niet te lang te bewaren, 
vormt daar een voorbeeld van.22 De delende vennootschappen worden ingevolge 
het vermogensrecht in dat geval voor de niet-nakoming (in beginsel) hoofdelijk 
verbonden. 
De verwerking door de ene vennootschap is slechts voor rekening van de ande-
re vennootschap als die andere vennootschap zich voor die ene vennootschap vrij-
willig aansprakelijk heeft gesteld dan wel als die andere vennootschap op basis 
van bijzondere omstandigheden voor de verwerking door een andere vennoot-
schap aansprakelijk is op basis van onrechtmatige daad. 
Gezien het voorgaande zou, als voortaan aan de hand van de regels van het ven-
nootschapsrecht en het vermogensrecht bepaald zou worden welk rechtssubject de 
verplichtingen van de Wbp dient na te komen, ook de door de wetgever gecreëer-
de mogelijkheid om verantwoordelijkheid te delen komen te vervallen. Dat is niet 
alleen met het oog op de kwaliteitseis van onderlinge afstemming van wetgeving 
van belang, maar ook met het oog op die van rechtmatigheid in het geval die door 
de wetgever gecreëerde mogelijkheid niet in overeenstemming met richtlijn 
95/46/EG blijkt te zijn. 
12.3 Persoonsgegeven versus wetenschap 
Het tweede begrip uit de Wbp dat ik met het vennootschapsrecht en het vermo-



















22 Art. 10 Wbp 
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12.3.1 Wetenschap 
In hoofdstuk 5 is aan de orde geweest dat in het vennootschapsrecht en het ver-
mogensrecht alleen bepaalde informatie betekenis heeft. Het gaat om die infor-
matie waarvan de (in beginsel) subjectieve wetenschap een voorwaarde voor een 
bepaald rechtsgevolg vormt. De regel van het vennootschapsrecht of het vermo-
gensrecht die het rechtsgevolg bepaalt, bepaalt van welke informatie de weten-
schap betekenis heeft. 
In paragraaf 7.4 is vervolgens besproken hoe de vennootschap, als fictie van 
het recht, feitelijk in staat is wetenschap van informatie te hebben. De wetenschap 
van de aandeelhouders, de bestuurders, de commissarissen, de andere functiona-
rissen, de ondergeschikten en de niet ondergeschikte wordt voor dat doel, net zoals 
het handelen van die personen, aan de vennootschap toegerekend als die weten-
schap in het maatschappelijk verkeer als wetenschap van de vennootschap heeft te 
gelden. De omstandigheden van het geval zijn van belang. 
Ten eerste is van belang welke natuurlijke persoon de wetenschap feitelijk 
heeft. Zoals slechts het handelen van functionarissen aan de vennootschap wordt 
toegerekend, wordt in beginsel ook slechts de wetenschap van functionarissen aan 
de vennootschap toegerekend. Het vermogensrecht brengt de onrechtmatige 
rechtsgevolgen van handelen van natuurlijke personen die geen functionaris zijn 
onder omstandigheden wel voor risico van de vennootschap.23 Het vermogens-
recht brengt de wetenschap van natuurlijke personen die geen functionaris zijn in 
beginsel niet voor risico van de vennootschap. In beginsel - want de wetenschap 
van natuurlijke personen die geen functionaris zijn, wordt weer wel aan de ven-
nootschap toegerekend als de werkzaamheden van die personen meebrengen dat 
ze wetenschap hebben of dat ze moet zorgen dat anderen die wetenschap hebben. 
Tweede omstandigheid die van belang is bij beantwoording van de vraag of de 
wetenschap van bij de vennootschap betrokken natuurlijke personen aan de ven-
nootschap wordt toegerekend, is of de wetenschap functioneel is. De natuurlijke 
personen moeten de wetenschap hebben opgedaan in verband met de uitoefening 
van hun functie. 
In paragraaf 7.4 is niet alleen besproken wanneer de wetenschap van natuur-
lijke personen als de wetenschap van de vennootschap geldt, maar ook wanneer de 
wetenschap van de ene vennootschap geldt als wetenschap van de andere ven-
nootschap. De juridische onafhankelijkheid van de vennootschap staat aan die toe-
rekening in beginsel in de weg. De rechtspraak brengt de wetenschap van de doch-
termaatschappij onder bijzondere omstandigheden wel voor rekening van de moe-
der. De literatuur is verdeeld over de grond waarop dat gebeurt. 
De wetenschap van de moeder wordt omgekeerd niet snel voor rekening van 
de dochter gebracht. De dochter heeft immers niet die zeggenschap over de moe-
der, die de moeder als aandeelhouderster over de dochter heeft en waardoor de 
juridische onafhankelijkheid van de dochter wordt genuanceerd. 
23 Vgl art 6 76 en 6 170-172 BW 
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De wetenschap van de ene zustermaatschappij wordt om die reden ook niet snel 
aan de andere zuster toegerekend De literatuur acht zijdelingse toerekening wel 
denkbaar op grond van het uit het vertrouwensbeginsel voortvloeiende beginsel 
van eenheid van organisatie. 
12 3 2 Persoonsgegeven 
De Wbp bevat verplichtingen voor die gegevens die als persoonsgegevens zijn aan 
te merken. Het begnp 'persoonsgegeven' is in hoofdstuk 9 behandeld. Het is een 
gegeven die een geïdentificeerde of identificeerbare natuurlijke persoon betreft. 
Ten eerste is een persoonsgegeven een gegeven betreffende een natuurlijke 
persoon. De aard van een gegeven en de context waarin het verwerkt wordt, bepa-
len of een gegeven een natuurlijke persoon betreft Of de aard van een gegeven 
privacygevoelig is, is niet relevant. 
Ten tweede is een persoonsgegeven een gegeven betreffende een geïdentifi-
ceerde of identificeerbare natuurlijke persoon De persoon op wie het gegeven 
betrekking heeft, moet aan de hand van het gegeven te identificeren zijn. De aard 
van het gegeven is van belang: een naam of een gegeven dat op naam verwerkt 
wordt, maakt identificatie van de persoon op wie het betrekking heeft direct 
mogelijk. De meeste gegevens maken identificatie niet direct mogelijk Die gege-
vens zijn persoonsgegevens wanneer ze door combinatie de persoon op wie ze 
betrekking hebben van ieder ander onderscheiden Iemand dient die combinatie te 
bewerkstelligen. 
Tenslotte is een persoonsgegeven een gegeven over een door de verantwoor-
delijke dan wel enig ander persoon geïdentificeerde ofte identificeren natuurlij-
ke persoon. De wetgever geeft het begrip 'persoonsgegeven' door de uitleg die hij 
aan deze eis geeft een subjectieve betekenis. Het is voor de vaststelling of een 
gegeven een persoonsgegeven is volgens de wetgever namelijk van belang of de 
concrete verantwoordelijke of de concrete, door de verantwoordelijke ingescha-
kelde, persoon in staat is de betrokkene aan de hand van het gegeven te identifi-
ceren.24 
De wetsgeschiedenis van de Wbp maakt niet duidelijk wie tot identificatie in 
staat dient te zijn als de verantwoordelijke een vennootschap is De vennootschap 
is, als fictie van het recht, immers feitelijk niet tot identificatie in staat De ven-
nootschap is feitelijk niet in staat de wetenschap van een aanvullend gegeven te 
hebben die voor identificatie aan de hand van een indirect identificerende gege-
ven nodig is Het is in de subjectieve uitleg die de wetgever aan het begnp 'per-
soonsgegeven' geeft dus niet altijd duidelijk of en van wie een gegeven een per-
soonsgegeven is. 
Ovengens is het de vraag of de subjectieve uitleg van het begnp 'persoonsge-
geven' in overeenstemming is met richtlijn 95/46/EG. De nchthjn bepaalt in over-
24 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 48-49 
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weging 26 namelijk dat het voor het antwoord op de vraag of een gegeven een 
identificeerbare persoon betreft, bepalend is of de verantwoordelijke of enig ander 
persoon in staat is de persoon aan de hand van dat gegeven te identificeren. Die 
overweging is in een aantal Lid Staten aldus uitgelegd dat een gegeven een iden-
tificeerbare natuurlijke persoon betreft als iemand in abstracto in staat is die per-
soon aan de hand van dat gegeven te identificeren. Het begrip 'persoonsgegeven' 
heeft in die uitleg een objectieve betekenis. 
Het verschil in uitleg maakt het mogelijk dat een bepaald gegeven in de ene 
Lid Staat (waar het begrip 'persoonsgegeven' objectief wordt uitgelegd) wel en in 
de andere Lid Staat (waar het subjectief wordt uitgelegd) niet als persoonsgegeven 
wordt aangemerkt. In combinatie met artikel 4 Wbp, dat het in navolging van arti-
kel 4 richtlijn 95/46/EG25 mogelijk maakt dat een verwerking van een bepaald per-
soonsgegeven, onder het recht van meer dan een Lid Staat valt, is het dus moge-
lijk dat een verantwoordelijke voor een bepaald gegeven in de ene Lid Staat wel 
de 'Wbp' dient na te leven en in de andere Lid Staat niet. 
12.3.3 Conclusie 
Het begrip 'persoonsgegeven' is ten opzichte van het bestaande vennootschaps-
recht en het vermogensrecht nieuw. Het werkt op dat bestaande recht in, maar 
stemt er door de subjectieve uitleg die de wetgever er aan geeft, niet geheel op af 
(figuur 51, niet gearceerde deel). Ik licht dat toe. 
De subjectieve uitleg houdt, zoals gezegd, in dat een indirect identificerend 
gegeven een persoonsgegeven is als de verantwoordelijke aan de hand van het 
gegeven in staat is degene op wie het betrekking heeft, te identificeren. Die uitleg 
veronderstelt dat de verantwoordelijke feitelijk tot identificatie in staat is. Die ver-
onderstelling is niet juist als de verantwoordelijke een vennootschap is. De ven-
nootschap is als fictie van het recht immers feitelijk niet tot identificatie in staat. 
De vennootschap heeft immers niet de voor identificatie vereiste wetenschap van 
aanvullende gegevens. 
Gezien het voorgaande is van een indirect identificerende gegeven niet duide-
lijk of en van wie het een persoonsgegeven is, als de verantwoordelijke een ven-
nootschap is. Dat komt doordat niet duidelijk is of en zo ja van welke bij de ven-
nootschap betrokken natuurlijke persoon de wetenschap van aanvullende gege-
vens als wetenschap van de vennootschap heeft te gelden. 
Het begrip 'persoonsgegeven' zou geheel aan de kwaliteitseis van onderlinge 
afstemming voldoen als het begrip 'verantwoordelijke' vervangen zou worden 
voor de vennootschapsrechtelijke en vermogensrechtelijke begrippen. Die oplos-
sing is in overeenstemming met de aanbeveling die ik met betrekking tot het 
begrip 'verantwoordelijke' deed in paragraaf 12.2.2 hierboven. 
25 Vgl paragraaf 115 1 
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De aanbeveling houdt in dat aan de hand van het vennootschapsrecht en het ver-
mogensrecht bepaald wordt of de vennootschap de voor de identificatie aan de 
hand van een indirect identificerend gegeven, vereiste wetenschap heeft. De 
wetenschap van de functionaris is dan, zoals gezegd, relevant. De wetenschap van 
de functionaris geldt namelijk als wetenschap van de vennootschap als die weten-
schap in het maatschappelijk verkeer als wetenschap van de vennootschap heeft te 
gelden.26 
Het begrip 'persoonsgegeven' zou ook aan de kwaliteitseis van onderlinge afstem-
ming voldoen als het objectief zou worden uitgelegd. In die uitleg is een gegeven 
een persoonsgegeven als iemand in abstracto in staat is de persoon op wie het 
betrekking heeft aan de hand van het gegeven te identificeren.27 In die uitleg is een 
gegeven (al) een persoonsgegeven als de kans bestaat dat iemand wetenschap van 
aanvullende gegevens heeft aan de hand waarvan degene op wie het gegeven 
betrekking geïdentificeerd kan worden. In die uitleg is dus niet van belang of en 
zo ja van welke aanvullende gegevens de verantwoordelijke feitelijk wetenschap 
heeft. Het feit dat de vennootschap, als fictie van het recht, feitelijk geen weten-
schap kan hebben, is in de objectieve uitleg van het begrip 'persoonsgegeven' dus 
niet van belang. 
Of de Nederlandse wetgever de subjectieve uitleg van het begrip 'persoonsgege-
ven' dient te handhaven, hangt af van de uitleg die de Europese wetgever kiest. 
Immers, als de Europese wetgever voor de ene uitleg kiest en de Nederlandse voor 
de andere, dan stemt de uitleg van de Nederlandse wetgever niet op richtlijn 
95/46/EG af en dat is in strijd met de kwaliteitseis van rechtmatigheid. 
26 Vgl. ook paragraaf 7.4, 9.4 2 en 12.2 2 
27 Vgl : paragraaf 9 4.2 en 5 2 
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12.4 Verwerken versus handelen 
Het derde en laatste begrip uit de Wbp dat ik met het vennootschapsrecht en het 




















In hoofdstuk 6 is aan de orde gesteld dat in het vennootschapsrecht en het vermo-
gensrecht alleen die handeling betekenis heeft, waaraan een rechtsregel een 
bepaald rechtsgevolg verbindt. Die regel bepaalt dus welk handelen betekenis 
heeft. 
In paragraaf 7.3 is vervolgens aan de orde gesteld hoe de vennootschap, als 
fictie van het recht, feitelijk in staat is te handelen. Ik heb in die paragraaf bespro-
ken dat het handelen van een bij de vennootschap betrokken natuurlijke persoon 
aan die vennootschap wordt toegerekend als die persoon een functionaris28 is en 
als diens (bevoegde) handelen in het maatschappelijk verkeer heeft te gelden als 
door de vennootschap verricht. Ik heb voorts besproken dat het handelen van een 
ondergeschikte (die geen functionaris is) of een niet ondergeschikte29 van de ven-
nootschap niet aan de vennootschap wordt toegerekend. De vennootschap is voor 
het handelen van die personen onder omstandigheden wel risico aansprakelijk.30 
Tenslotte heb ik in paragraaf 7.3 besproken dat het handelen van de ene vennoot-
schap in principe niet voor rekening van de andere vennootschap is, maar dat de 
moeder, als aandeelhoudster in de dochter, onder (bijzondere) omstandigheden 
wel aansprakelijk is jegens een wederpartij van de dochter. 
28 Vgl paragraaf 4 6 
29 Vgl paragraaf 4 6 
30 Vgl paragraaf 7 3 4 
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12.4.2 Verwerken 
De voorschriften van de Wbp gelden voor elke handeling en elk geheel van han-
delingen op basis van persoonsgegevens. De Wbp heeft voor die handelingen het 
begrip 'verwerking' gereserveerd.31 
Ofschoon het begrip elke handeling op basis van persoonsgegevens omvat, 
definieert de Wbp het 'verzamelen' en 'verstrekken' van persoonsgegevens afzon-
derlijk. De betekenis van die definities is van weinig belang. Het 'doorvoeren' en 
'doorgeven' van persoonsgegevens definieert de Wbp niet terwijl de betekenis van 
die definities wel van belang is. 
Het begrip 'verwerking' vereist volgens de wetgever dat sprake is van feitelij-
ke macht. De wetgever maakt niet duidelijk wanneer daar sprake van is. De ven-
nootschap is feitelijk niet in staat macht te hebben. De vraag of en zo ja van welke 
vennootschap een handeling op basis van persoonsgegevens een verwerking is, is 
aan de hand van het vereiste van feitelijke macht dus niet te beantwoorden. 
12.4.3 Conclusie 
Geconcludeerd moet worden dat het begrip 'verwerking' door de uitleg die de wet-
gever er aan geeft niet op het vennootschapsrecht en het vermogensrecht afstemt 
(figuur 51, gearceerde delen). Op grond van de uitleg van de wetgever is over een 
verwerking 'feitelijke macht' vereist. De vennootschap is feitelijk niet in staat 
macht te hebben. Of en zo ja van welke vennootschap een verwerking is, is op 
grond van de uitleg van de wetgever dus niet geheel duidelijk. 
Gezien het voorgaande verdient het aanbeveling bij de uitleg van het begrip 'ver-
werking' aan te sluiten bij het vennootschapsrecht en het vermogensrecht. De ven-
nootschap aan wie een door een bij die vennootschap betrokken natuurlijke per-
soon verrichte verwerking op grond van het vennootschapsrecht en het vermo-
gensrecht is toe te rekenen, is voor de nakoming van de voorschriften van de Wbp 
dan aansprakelijk. De verwerking is aan de vennootschap toe te rekenen als die 
persoon een functionaris is en als diens (bevoegde) verwerking in het maatschap-
pelijk verkeer als door de vennootschap verricht heeft te gelden. 
De verwerking die door een ondergeschikte (die geen functionaris is) of een 
niet ondergeschikte is verricht, is de vennootschap niet toe te rekenen. De onder-
geschikte of de niet ondergeschikte is voor die verwerking zelf aansprakelijk voor 
de nakoming van de voorschriften van de Wbp. Onder omstandigheden is de ven-
nootschap voor de onrechtmatige rechtsgevolgen van die verwerking wel risico-
aansprakelijk. 
De door de ene vennootschap verrichte verwerking is in beginsel niet voor 
rekening van de andere vennootschap. De ene vennootschap die persoonsgege-
vens met de andere vennootschap (al dan niet groepsmaatschappij, dat maakt niet 
31 Art. 1 sub b Wbp, vgl hoofdstuk 10 
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uit) deelt, is in beginsel dus op dezelfde wijze aansprakelijk als de vennootschap 
die geen gegevens deelt Dat is alleen anders als de ene vennootschap zich voor 
de andere vennootschap (vnj willig) aansprakelijk heeft gesteld of als de ene ven-
nootschap op grond van bijzondere omstandigheden aansprakelijk is voor de ver-
werking die door de andere vennootschap is verricht. 
De conclusie dat het begrip 'verwerking' niet geheel op het vennootschapsrecht en 
het vermogensrecht afstemt, geldt op dezelfde grond voor de begrippen 'verza-
melen' en 'verstrekken' Die begnppen zijn immers speciales van het begnp 'ver-
werking' 
12.5 Rechtmatig verwerken versus niet onrechtmatig handelen 
Nadat hierboven is nagegaan in hoeverre de begnppen van de Wbp op het ven-
nootschapsrecht en het vermogensrecht afstemmen, zal hieronder nagegaan wor-
den in hoeverre die voorschriften van de Wbp die het gebruik van informatie door 



















De voorschriften van de Wbp die het gebruik van informatie normeren, hebben 
betrekking op de rechtmatigheid van de verwerking; de verwerking van bijzonde-
re persoonsgegevens, de grensoverschrijdende verwerking en de transparantie van 
de verwerking. Ik ga eerst na in hoeverre de voorschriften van de Wbp die de 
rechtmatigheid van de verwerking betreffen op het vennootschapsrecht en het ver-
mogensrecht afstemmen (figuur 57) 





















12.5.1 Niet onrechtmatig handelen 
In hoofdstuk 7 is aangegeven dat het vennootschapsrecht een aantal rechtsregels 
bevat voor de vennootschap die informatie gebruikt, maar geen die de rechtsge-
volgen regelen van het niet naleven van die regels door de vennootschap. 
In hoofdstuk 7 is voorts aangegeven dat het vermogensrecht een dergelijke 
regel wel kent. In artikel 6:162 BW is immers bepaald dat degene die onrechtma-
tig handelt, dus degene die, kort samengevat, in strijd met een recht of met een 
geschreven of ongeschreven plicht handelt, de schade die een ander daardoor lijdt, 
dient te vergoeden. Ingevolge artikel 2:5 BW geldt het bepaalde in artikel 6:162 
BW ook voor de vennootschap. 
In paragraaf 7.2.2 is besproken dat zich onder de in artikel 6:162 BW bedoelde 
rechten geen recht bevindt dat de 'betrokkene' tegen elk gebruik, van elk per-
soonsgegeven beschermt. In die paragraaf is voorts besproken dat zich onder die 
rechten wel een persoonlijkheidsrecht op bescherming van de persoonlijke levens-
sfeer bevindt. Het persoonlijkheidsrecht beschermt de betrokkene tegen het 
gebruik van persoonsgegevens die diens persoonlijke levenssfeer raken. 
Het persoonlijkheidsrecht op inzage houdt verband met het persoonlijkheids-
recht op bescherming van persoonsgegevens die de persoonlijke levenssfeer 
raken. Het geeft geen recht op inzage in alle persoonsgegevens, maar alleen op die 
persoonsgegevens die de persoonlijke levenssfeer van de betrokkene raken. 
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In paragraaf 7 2 3 is besproken dat zich onder de in artikel 6.162 BW bedoelde 
geschreven plichten (buiten de Wbp) geen plicht bevindt die elk gebruik, van elk 
persoonsgegeven normeert. Onder die plichten bevinden zich wel plichten die 
bepaald gebruik, van bepaalde persoonsgegevens normeren (denk aan de plichten 
in verband met het houden van cameratoezicht). 
In paragraaf 7.2 4 is tenslotte besproken dat zich onder de in artikel 6.162 BW 
bedoelde ongeschreven plichten wel een plicht bevindt die elk gebruik, van elk 
gegeven - en dus van elk persoonsgegeven - normeert Het betreft de ongeschre-
ven plicht om informatie behoorlijk te beheren. In abstracto vereist die plicht dat 
informatie juist is en dat informatie op die plaats in de vennootschap is waar zij 
aanwezig behoort te zijn. In concreto vereist de plicht dat het beheer van infor-
matie in de vennootschap is zoals in het maatschappelijk verkeer van een verge-
lijkbare vennootschap of, groep van vennootschappen, verwacht mag worden De 
omvang van de organisatie, de mate van professionaliteit en de aard en de ernst 
van de kenbare gevaren van de werkzaamheden van de vennootschap worden 
daarbij in aanmerking genomen. 
Op grond van artikel 6-162 lid 1 BW is iemand die handelt in strijd met een recht 
of een geschreven of ongeschreven plicht aansprakelijk als het handelen hem of 
haar is toe te rekenen Op grond van artikel 6 162 lid 3 BW is het handelen aan 
iemand toe te rekenen als het te wijten is aan zijn of haar schuld of op grond van 
de wet of de in het verkeer geldende opvattingen voor zijn of haar rekening komt. 
De vennootschap kan feitelijk niet handelen De vennootschap kan feitelijk dus 
met aansprakelijk zijn voor handelen dat te wijten is aan haar schuld Onder 
omstandigheden wordt het handelen van de bij de vennootschap betrokken natuur-
lijke personen, zoals we in paragraaf 7.4 zagen, aan de vennootschap toegerekend 
als ware het haar eigen handelen. Dat is het geval als dat handelen in het maat-
schappelijk verkeer als handelen van de vennootschap heeft te gelden 
Onder weer andere omstandigheden is de vennootschap op grond van de wet 
nsicoaansprakelijk voor het handelen van de ondergeschikte of de niet onderge-
schikte. De aansprakelijkheid voor de ondergeschikte is geregeld in artikel 6:170 
BW. Op grond van dat artikel is de vennootschap aansprakelijk voor het handelen 
van de ondergeschikte dat verband houdt met de door de vennootschap aan hem 
of haar toebedeelde taak. De ondergeschikte hoeft in de onderlinge verhouding 
met de vennootschap niet aan de schade bij te dragen als die schade niet het gevolg 
is van zijn opzet De aansprakelijkheid voor de ondergeschikte is ruim de ven-
nootschap is ook aansprakelijk als de ondergeschikte in strijd met zijn instructies 
handelde De ondergeschikte is (doorgaans) een persoon met wie de vennootschap 
een arbeidsovereenkomst is aangegaan 
De aansprakelijkheid voor de niet ondergeschikte is geregeld in artikel 6'171 
BW. De vennootschap is op grond van dat artikel aansprakelijk voor het handelen 
van de niet ondergeschikte dat tijdens de uitvoering van de werkzaamheden van 
de vennootschap is verncht De aansprakelijkheid van de vennootschap voor de 
niet ondergeschikte is dus minder ruim dan die voor de ondergeschikte. De niet 
ondergeschikte is (doorgaans) een natuurlijke of een rechtspersoon met wie de 
vennootschap een overeenkomst van opdracht is aangegaan 
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12.5.2 Rechtmatig verwerken 
In paragraaf 11.3 is aan de orde geweest dat de Wbp een viertal verplichtingen 
bevat waaraan iedere verwerking moet voldoen om rechtmatig te zijn. 
Ten eerste moet iedere verwerking, zo zagen we in paragraaf 11.3.1, op grond van 
artikel 6 Wbp in overeenstemming met de wet zijn en behoorlijk en zorgvuldig 
(figuur 58). De in artikel 6 Wbp gehanteerde norm is blijkens de parlementaire 
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32 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 20 en 77-78 
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Ten tweede moet iedere verwerking, om rechtmatig te zijn, zo zagen we in para-
graaf 11.3.2, voldoen aan de doelbindingsverplichting. Die verplichting vereist 
dat persoonsgegevens voor 'welbepaalde, uitdrukkelijk omschreven en gerecht-
vaardigd doeleinden' verzameld worden.33 Het doel is welbepaald als het als toet-
singskader kan dienen. Het is gerechtvaardigd als het op één van de door de arti-
kel 8 Wbp genoemde gronden gebaseerd kan worden. De voor de private sector 
voornaamste gronden betreffen de verwerking waarvoor de betrokkene toestem-
ming heeft gegeven; de verwerking die noodzakelijk is om een overeenkomst met 
de betrokkene uit te voeren en de verwerking die noodzakelijk is in het gerecht-
vaardigde belang van de verantwoordelijke, tenzij het belang van de betrokkene 
(zijn fundamentele rechten en vrijheden daaronder begrepen) zwaarder weegt. De 
verwerking van gegevens voor (wettige) bedrijfsactiviteiten vormt, zo zagen we, 
(in beginsel) een verwerking die noodzakelijk is in het gerechtvaardigde belang 
van de verantwoordelijke. 
Daarnaast vereist de doelbindingsverplichting dat de voor een welbepaald, uit-
drukkelijk omschreven en gerechtvaardigd doel verzamelde gegevens voor een 
met dat doel verenigbaar doel (veder) worden verwerkt.34 De verantwoordelijke 
moet bij de beantwoording van de vraag of de verdere verwerking met het verza-
meldoel verenigbaar is, blijkens artikel 9 Wbp, 'in elk geval' rekening houden met 
de verwantschap met het verzameldoel; de aard van de gegevens; de gevolgen van 
de verwerking voor de betrokkene; de wijze waarop de gegevens zijn verzameld 
en de mate waarin passende waarborgen voor de betrokkene zijn getroffen. De 
richtlijn noemt die omstandigheden niet. 
De doelbindingsverplichting vereist tenslotte dat persoonsgegevens niet te 
lang bewaard worden en dat gegevens, gelet op het doel waarvoor ze verwerkt 
worden, toereikend en terzake dienend zijn.35 
De derde verplichting waaraan iedere verwerking moet voldoen om rechtmatig te 
zijn, betreft de verplichting om persoonsgegevens te beveiligen.36 De verantwoor-
delijke moet vanwege die verplichting technische en organisatorische maatregelen 
treffen om persoonsgegevens te beveiligen tegen onrechtmatige verwerking. De 
verplichting is, zo zagen we in paragraaf 11.3.5, zelfstandig in die zin dat onvol-
doende beveiliging ook onzorgvuldig is in de zin van artikel 6 Wbp, als de ver-
werking zelf niet onzorgvuldig is. 
De beveiligingsmaatregelen moeten 'een passend beschermingsniveau' garan-
deren. Drie factoren bepalen of dat het geval is. De stand van de techniek; de kos-
ten van de tenuitvoerlegging en de risico's die de aard van de gegevens en de ver-
werking van die gegevens met zich mee brengen. 
33 Art 7 Wbp 
34 Art 9 Wbp 
35 Art 10 en 11 Wbp 
36 Art 13 Wbp 
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De vierde en laatste verplichting die de Wbp in verband met de rechtmatigheid 
van de verwerking bevat, betreft de verplichting voor bewerkers en intern beheer-
ders om gegevens in opdracht van de verantwoordelijke te verwerken en om gege-
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Op grond van artikel 12 Wbp dient 'een ieder die handelt onder het gezag van de 
verantwoordelijke' (dus iedere bewerker of intern beheerder38), zo zagen we in 
paragraaf 11.3.6, persoonsgegevens in opdracht van de verantwoordelijke te ver-
werken. De bepaling beoogt in verbinding met de artikelen 14, 15 en 49 Wbp een 
basis te bieden voor de aansprakelijkheid van de verantwoordelijke als de bewer-
ker of de intern beheerder in strijd met de Wbp handelt.39 De bepalingen verdui-
37 Art. 12 en 14jo 15 Wbp. 
38 Vgl.: paragraaf 8.4.2. 
39 Kamerstukken II, 1997/1998, 25 892, nr. 3, p. 97 
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delijken niet of en zo ja, onder welke voorwaarden de verantwoordelijke aanspra-
kelijk is als de bewerker of intern beheerder niet in zijn opdracht verwerkt. 
12.5.3 Conclusie 
Ten aanzien van de regels van de Wbp die de rechtmatigheid van de verwerking 
betreffen, is de conclusie dat de open norm van artikel 6 Wbp afstemt op het 
bestaande vennootschapsrecht en vermogensrecht. De norm dat persoonsgegevens 
behoorlijk en zorgvuldig en in overeenstemming met de wet verwerkt moeten wor-
den, is immers dezelfde als de ongeschreven plicht om informatie behoorlijk te 
beheren, althans voor die informatie die persoonsgegevens bevat (figuur 51, gear-
ceerde deel). De norm vormt voor die informatie de codificatie van die onge-
schreven plicht. 
Ten aanzien van de artikelen die de open norm van artikel 6 Wbp invullen40, geldt 
dat ze iets 'nieuws' regelen ten opzichte van het bestaande vennootschapsrecht en 
het vermogensrecht (figuur 51, niet gearceerde deel). De artikelen die bepalen dat 
persoonsgegevens voor een gerechtvaardigd doel verzameld moeten worden en 
vervolgens niet voor een met dat doel onverenigbaar doel verder verwerkt mogen 
worden, zijn in het vennootschapsrecht en het vermogensrecht immers niet 
bekend.41 Die artikelen werken mogelijk wel op het vennootschapsrecht en het 
vermogensrecht in. 
Het vennootschapsrecht bevat, zo zagen we in paragraaf 7.2 en 7.3, de ver-
plichting om vóór de oprichting van de vennootschap het doel van die vennoot-
schap te bepalen. Het doel van de vennootschap bevat de voornaamste werk-
zaamheden van de vennootschap en wordt in de statuten van de vennootschap 
vastgelegd.42 De statuten worden opgenomen in de notariële oprichtingsakte. Het 
ontstaan van de vennootschap vereist een op die oprichtingsakte afgegeven ver-
klaring van geen bezwaar van de minister van Justitie.43 De minister mag de ver-
klaring weigeren als er gevaar bestaat dat de vennootschap voor ongeoorloofde 
doelen gebruikt zal gaan worden. De algemene vergadering is bevoegd de statu-
ten en dus het doel van de vennootschap te wijzigen. De statutenwijziging vereist 
weer een verklaring van geen bezwaar van de minister van Justitie. De statuten 
worden in het Handelsregister gepubliceerd. 
Het doel van de verwerking van persoonsgegevens is accessoir aan het statu-
taire doel van de vennootschap. De verwerking van persoonsgegevens is, zoals we 
in paragraaf 3.4 zagen, immers accessoir aan de werkzaamheden van de vennoot-
schap. Die constatering roept de vraag op of de verplichting om persoonsgegevens 
40 Art. 7, 8, 9, 10 en 11 Wbp. 
41 Hel bepaalt m artikel 2 7 BW weliswaar dat de vennootschap bij overschrijding van het statutaire doel de moge-
lijkheid heeft de rechtshandeling waarvoor het doel overschreden werd te vernietigen, maar dat artikel strekt 
ter bescherming van de vennootschap en met ter bescherming van derden, zoals de betrokkene 
42 Art 266 en 177 BW 
43 Art 2 68 en 179jo2 4BW 
Hoofdstuk 12 275 
conform een gerechtvaardigd doel te verwerken en vervolgens niet voor een met 
dat doel onverenigbaar doel verder te verwerken, door coördinatie niet meer op de 
bestaande regels van het vennootschapsrecht af zou kunnen stemmen. Ik beant-
woord die vraag bevestigend. 
De vennootschap die persoonsgegevens conform het statutaire doel van de 
vennootschap verwerkt, verwerkt die gegevens naar mijn mening voor een doel 
dat voldoet aan de eisen van de artikelen 7 en 8 Wbp. Ten eerste is het doel van de 
vennootschap uitdrukkelijk omschreven. Het is immers in de statuten vastgelegd. 
Ten tweede is het doel van de vennootschap voldoende welbepaald. Het ver-
meldt immers de voornaamste werkzaamheden van de vennootschap en de ver-
werking van persoonsgegevens is aan die werkzaamheden accessoir.44 Ik vermoed 
dat het Cbp een andere mening is toegedaan. Ik verwijs naar paragraaf 11.3.2. 
Tenslotte is het doel van de vennootschap gerechtvaardigd in de zin van de 
Wbp. Het dient daartoe op één van de in artikel 8 Wbp genoemde gronden geba-
seerd te kunnen worden. De grondslag die in aanmerking komt voor de verwer-
king die in overeenstemming is met het doel van de vennootschap, is de verwer-
king die noodzakelijk is in het gerechtvaardigde belang van de vennootschap, ten-
zij het belang van de betrokkene zwaarder weegt. De verwerking voor (wettige) 
bedrijfsactiviteiten is volgens de Wbp een verwerking die noodzakelijk is in het 
gerechtvaardigde belang van de vennootschap. De verwerking die in overeen-
stemming is met het doel van de vennootschap is dus gerechtvaardigd in de zin 
van de Wbp, tenzij de belangen en/of de fundamentele rechten van de betrokkene 
zwaarder wegen. 
Gezien het voorgaande voldoet de vennootschap die persoonsgegevens in 
overeenstemming met het statutaire doel van de vennootschap verwerkt, aan de 
artikelen 7 en 8 Wbp, tenzij de belangen en/of de fundamentele rechten van de 
betrokkene zwaarder wegen. De wetgever zou de vennootschap die in overeen-
stemming met dat doel verwerkt tegemoet kunnen komen door in de Wbp vast te 
leggen dat die verwerking is toegestaan, tenzij de belangen en/of de rechten van 
de betrokkene zwaarder wegen. De vennootschap heeft in dat geval - en in ande-
re twijfelgevallen, denk aan het geval dat de verwerking niet noodzakelijk is voor 
de uitvoering van de bedrijfsactiviteiten van de vennootschap - de mogelijkheid 
om het doel op een andere in artikel 8 Wbp genoemde grond te baseren. 
De derde verplichting waaraan de verwerking moet voldoen om rechtmatig te zijn, 
betreft die om de verwerking te beveiligen. De verplichting, die in artikel 13 Wbp 
is vastgelegd, stemt naar mijn mening af op de bestaande regels van het vennoot-
schapsrecht en het vermogensrecht (figuur 51, gearceerde deel). 
Het vermogensrecht bevat, zo zagen we in paragraaf 7.2, de ongeschreven 
plicht om informatie behoorlijk te beheren. Het bevat niet de (zelfstandige) plicht 
om die informatie te beveiligen.45 Het niet beveiligen van informatie is op grond 
44 Van Schilfgaarde 1998, nr 4 
45 Art 2 393 BW vereist wel dat de accountant verslag aan de raad van commissarissen en het bestuur doet 
omtrent zijn bevindingen met betrekking tot de betrouwbaarheid van de geautomatiseerde gegevensverwerking 
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van die ongeschreven plicht als zodanig dus met onrechtmatig Het is onrechtma-
tig als door die onvoldoende beveiliging geen sprake is van behoorlijk beheer De 
ongeschreven plicht om informatie behoorlijk te beheren, brengt dus impliciet de 
plicht mee om die informatie te beveiligen 
De verplichting van artikel 13 Wbp is voor informatie die persoonsgegevens 
bevat, aldus te beschouwen als de codificatie van de uit de ongeschreven plicht om 
informatie zorgvuldig te beheren, voortvloeiende plicht om informatie te beveili-
gen Op grond van die verplichting is het niet beveiligen van gegevens altijd 
onrechtmatig Ook als gegevens door dat niet beveiligen niet onzorgvuldig wor-
den verwerkt Ik plaats daarbij wel de kanttekening dat op het niet (voldoende) 
beveiligen in de praktijk vermoedelijk pas een beroep zal worden gedaan als door 
dat niet (voldoende) beveiligen onrechtmatige rechtsgevolgen zijn veroorzaakt In 
dat geval is ook een beroep op onzorgvuldig verwerken in de zin van de artikelen 
6 Wbp en 6 162 BW mogelijk 
De laatste artikelen in verband met de rechtmatigheid van de verwerking hebben 
betrekking op de aansprakelijkheid van de verantwoordelijke voor de verwerking 
door bewerkers en intern beheerders46 De artikelen verschillen van de bestaande 
regels van het vermogensrecht terwijl ze betrekking hebben op hetzelfde onder-
werp De artikelen voldoen daardoor niet aan de kwaliteitseis van afstemming 
(figuur 51, gearceerde deel) en leiden daardoor tot een onnodige verscheidenheid 
van regels 
Gezien het voorgaande verdient het naar mijn mening aanbeveling de (onduidelij-
ke47) artikelen 12, 14, 15 en 49 Wbp te laten vervallen Of de verantwoordelijke 
aansprakelijk is voor de verwerking door bewerkers of intern beheerders dient dan 
te worden beoordeeld op grond van de bestaande regels van het vermogensrecht 
Dat betekent het volgende 
De bewerker en de intern beheerder (de niet ondergeschikte en de onderge-
schikte) zijn in de eerste plaats zelf aansprakelijk voor hun handelen (voor zover 
aan artikel 6 162 BW is voldaan) Of zij in opdracht van de verantwoordelijke 
(vennootschap) handelen, is voor die aansprakelijkheid niet van belang 
De verantwoordelijke (de vennootschap) is naast de bewerker of de intern 
beheerder aansprakelijk als aan de voorwaarden van artikel 6 171 of 170 BW is 
voldaan De verantwoordelijke is naast de bewerker (niet ondergeschikte) aan-
sprakelijk als de bewerker onrechtmatig handelt bij de uitvoering van de werk-
zaamheden van de verantwoordelijke De verantwoordelijke is naast de intern 
beheerder (ondergeschikte) aansprakelijk als het onrechtmatig handelen van de 
mtem beheerder verband houdt met de uitvoering van diens werkzaamheden 
De aansprakelijkheid van de verantwoordelijke voor de verwerking door 
bewerkers en intern beheerders op grond van het vermogensrecht is (vermoede-
46 Art 12 14 15 en 49 Wbp 
47 Vgl paragraaf 113 6 
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lijk) iets ruimer dan de aansprakelijkheid op grond van de Wbp. Op grond van de 
Wbp lijkt de verantwoordelijke namelijk alleen aansprakelijk te zijn als de bewer-
ker of de intem beheerder in zijn opdracht handelde. Op grond van het vermo-
gensrecht is de verantwoordelijke onder omstandigheden ook aansprakelijk als de 
bewerker of de intem beheerder in strijd met diens opdracht handelde. Het is aan 
de vennootschap om die aansprakelijkheid te voorkomen. De vennootschap zal dat 
doorgaans doen door de ondergeschikte of de niet ondergeschikte in de arbeids-
overeenkomst of in de overeenkomst van opdracht te verplichten om persoonsge-
gevens in haar opdracht te verwerken. 
De voorgestelde aanbeveling sluit aan op de aanbeveling om de begrippen 
'verantwoordelijke' en 'verwerken' te laten vervallen. Ik verwijs naar paragraaf 
12.2.3 en 12.3.3. 
Ik merk op dat bij analyse van de artikelen die de rechtmatigheid van de verwer-
king betreffen, is gebleken dat een aantal van die artikelen (vermoedelijk) niet aan 
de kwaliteitseis van rechtmatigheid voldoet. Die artikelen implementeren richtlijn 
95/46/EG namelijk niet (geheel) correct.48 
De eerste 'verdachte' bepaling is artikel 9 Wbp. De bepaling noemt een aantal 
omstandigheden die bij de beoordeling of de verdere verwerking geoorloofd is, 
betrokken moeten worden. De richtlijn noemt die omstandigheden niet. De verde-
re verwerking is aldus beperkter mogelijk op basis van de Wbp dan op basis van 
de richtlijn. 
De tweede bepaling die vermoedelijk niet geheel aan de kwaliteitseis van 
rechtmatigheid voldoet, is artikel 13 Wbp. Het artikel bevat de eis dat de door de 
verantwoordelijke te treffen beveiligingsmaatregelen de niet noodzakelijke verza-
meling en verder verwerking van persoonsgegevens moeten voorkomen. De eis 
beoogt de inzet van PET te stimuleren. De richtlijn bevat die eis echter niet.49 
De laatste bepaling die 'verdacht' is, is artikel 12 Wbp. De bepaling verplicht 
de verantwoordelijke er voor te zorgen dat de bewerker en de intern beheerder uit-
sluitend in zijn opdracht verwerken. De richtlijn maakt niet duidelijk of de ver-
antwoordelijke daartoe verplicht is. Of de verplichting juist geïmplementeerd is, 
is dus niet duidelijk. 
48 Vgl paragraaf 12.1 
49 Vgl art 17 richtlijn 95/46/EG 
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12.6 Verwerking bijzondere persoonsgegevens versus niet onrecht­
matig handelen 
De Wbp bevat, zo zagen we in paragraaf 11.4, behalve artikelen die de rechtma­
tigheid van elke verwerking betreffen, artikelen die de rechtmatigheid van de ver­





















12.6.1 Niet onrechtmatig handelen II 
In paragraaf 12.5.1 is (onder verwijzing naar hoofdstuk 7) besproken dat in arti­
kel 6:162 BW is bepaald dat degene die in strijd met een recht of met een geschre­
ven of ongeschreven plicht handelt, de schade die een ander daardoor lijdt, dient 
te vergoeden. In die paragraaf is voorts besproken dat het bepaalde in artikel 6:162 
BW van toepassing is op de vennootschap. Het handelen van bepaalde natuurlij­
ke personen wordt voor dat doel, onder bepaalde omstandigheden, aan de ven­
nootschap (die feitelijk met tot handelen in staat is) toegerekend. 
50 Art 16 e ν Wbp 
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In paragraaf 12.5.1 is tenslotte besproken dat op de vennootschap die informatie 
gebruikt ingevolge artikel 6:162 BW de ongeschreven plicht rust om informatie 
behoorlijk te beheren. In abstracto vereist die plicht dat informatie juist is en dat 
informatie op die plaats in de vennootschap is waar zij aanwezig behoort te zijn. 
In concreto vereist de plicht dat het beheer van informatie in de vennootschap is 
zoals in het maatschappelijk verkeer van een vergelijkbare vennootschap of, groep 
van vennootschappen, verwacht mag worden. De omvang van de organisatie, de 
mate van professionaliteit en de aard en de ernst van de kenbare gevaren van de 
werkzaamheden van de vennootschap worden daarbij in aanmerking genomen. De 
ongeschreven plicht vereist bij het beheer van bijzondere persoonsgegevens, zijn-
de gegevens die iemands godsdienst, levensovertuiging, ras enzovoorts betreffen, 
aldus een grotere mate van zorgvuldigheid dan bij het beheer van 'gewone' per-
soonsgegevens. De fundamentele rechten en vrijheden van de betrokkene dienen 
daarbij uiteraard te worden gerespecteerd. 
12.6.2 Verwerken bijzondere persoonsgegevens 
In paragraaf 11.4 zijn de artikelen behandeld die de rechtmatigheid van de ver-
werking van bijzondere persoonsgegevens betreffen. De artikelen vormen een 
invulling van de open norm van artikel 6 Wbp. 
De Wbp merkt dezelfde persoonsgegevens als bijzondere persoonsgegevens 
aan als richtlijn 95/46/EG.51 In aanvulling op de richtlijn merkt de Wbp daarnaast 
persoonsgegevens die een verbod betreffen naar aanleiding van onrechtmatig 
gedrag als bijzondere persoonsgegevens aan. 
De hoofdregel is dat de verwerking van bijzondere persoonsgegevens verbo-
den is.52 De gedachte is dat voorkomen moet worden dat de verwerking van bij-
zondere persoonsgegevens inbreuk op de fundamentele rechten van de betrokke-
ne kan maken." In artikel 23 Wbp wordt op de hoofdregel een aantal algemene 
vrijstellingen gegeven die gelden voor alle categorieën bijzondere gegevens. In de 
artikelen 17 tot en met 22 Wbp wordt vervolgens een groot aantal bijzondere vrij-
stellingen gegeven die gelden per categorie van bijzondere gegevens. 
12.6.3 Conclusie 
De bestaande regels van het vermogensrecht verbieden de verwerking waarvan 
achteraf blijkt dat die inbreuk op de fundamentele rechten van de betrokkene heeft 
gemaakt. De regels van de Wbp verbieden de verwerking die mogelijk inbreuk op 
de rechten van de betrokkene maakt. De regels van de Wbp vormen aldus een 
(geschreven) aanvulling ten opzichte van de bestaande (ongeschreven) regels van 
het vermogensrecht (figuur 51, niet gearceerde deel). De aanvulling stemt op de 
51 Art. 8 nchthjn 95/46/EG en art 16 Wbp 
52 Art. 8 nchllijn 95/46/EG en art 16 Wbp. 
53 Overweging 33 richtlijn 95/46/EG 
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bestaande regels af. De vernieuwing die de aanvulling ten opzichte van die 
bestaande regels met zich mee brengt, is uitdrukkelijk beoogd. De kwaliteitseis 
van onderlinge afstemming beoogt een dergelijke vernieuwing niet in de weg te 
staan.54 
De conclusie dat de regels van de Wbp die de rechtmatigheid van de verwerking 
van bijzondere persoonsgegevens betreffen aan de kwaliteitseis van onderlinge 
afstemming voldoen, neemt niet weg dat het mogelijk is dat die regels mogelijk 
niet aan de met die kwaliteitseis verband houdende kwaliteitseisen van rechtma­
tigheid en doeltreffendheid en doelmatigheid voldoen. 
De regels die niet aan de kwaliteitseis van rechtmatigheid voldoen, zijn die 
regels die niet geheel in overeenstemming met richtlijn 95/46/EG zijn. De zeer 
gedetailleerde vrijstellingen op het verbod om bijzondere persoonsgegevens te 
verwerken, werpen de vraag op of die vrijstellingen wel geheel aan die kwaliteits­
eis voldoen. 
Die vrijstellingen werpen daarnaast de vraag op of ze wel voldoen aan de kwa­
liteitseis van doelmatigheid en doeltreffendheid. De vrijstellingen voldoen daar 
niet aan als ze het doel dat ze beogen te verwezenlijken niet kunnen verwezenlij­
ken of slechts met een inspanning die tot dat doel in een Ongunstige' verhouding 
staat.55 
De vrijstellingen hebben als doel de verwerking van bijzondere persoonsgege­
vens die geen gevaar voor de fundamentele rechten van de betrokkene vormt vrij 
te stellen van het verbod om bijzondere persoonsgegevens te verwerken. De vraag 
is of het niet doeltreffender en doelmatiger is om een algemene vrijstelling op te 
nemen voor de verwerking van bijzondere persoonsgegevens die plaats vindt in 
een context die geen gevaar voor de fundamentele rechten van de betrokkene 
vormt. Die vrijstelling zou in de richtlijn verankerd moeten worden om te voor­
komen dat de Wbp niet aan de kwaliteitseis van rechtmatigheid voldoet. 
Het voorstel van een aantal Lid Staten om de verwerking van bijzondere per­
soonsgegevens voortaan slechts te verbieden 'where they clearly describe intima­
te personal characteristics and their processing is particularly likely to infringe 
fundamental freedoms or privacy'56, is door de Commissie van de hand gewezen. 
Die constatering doet vermoeden dat de Commissie ook niet bereid zal zijn om 
een algemene vrijstelling in de richtlijn op te nemen voor de verwerking die geen 
gevaar voor de fundamentele rechten van de betrokkene vormt. 
Ik wijs in verband met het voorgaande volledigheidshalve nog op het voorstel 
van de Better Regulation Task Force (hierna: BRTF) van de Britse overheid om de 
verwerking van bijzondere persoonsgegevens toe te staan als dat voor the benefit 
of the individual' geschiedt.57 
54 Vgl Broeksteeg, Hardy, Klosse e a 2005, ρ 450 
55 Broeksteeg, Hardy, Klosse e.a. 2005, p. 37. 
56 Proposals for Amendment, (annex) p. 9 
57 BRTF 2004, ρ 22 
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12.7 Grensoverschrijdend verwerken versus niet onrechtmatig han-
delen 
De Wbp bevat, zo zagen we in paragraaf 11.5, een viertal bepalingen dat het 
grensoverschrijdende gebruik van informatie betreft. Het betreft aan de ene kant 
artikel 4 Wbp dat de territoriale reikwijdte van de Wbp regelt. Het betreft aan de 
andere kant de artikelen 76, 77 en 78 Wbp die de doorgifte van persoonsgegevens 
naar een land buiten de EU regelen (figuur 61). De vraag is weer in hoeverre die 






















12.7.1 Niet onrechtmatig handelen III 
In paragraaf 12.5.1 is (onder verwijzing naar hoofdstuk 7) is aangegeven dat de 
vennootschap die informatie niet behoorlijk beheert op grond van artikel 6:162 
BW (onder andere) aansprakelijk is voor de schade die een ander daardoor lijdt. 
In paragraaf 7.2.1 is besproken dat de aansprakelijkheid op grond van artikel 
6:162 BW vanwege artikel 3, lid 1 Wet conflictenrecht onrechtmatige daad, terri-
toriaal beperkt is tot het onbehoorlijke beheer dat plaats heeft op Nederlands 
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grondgebied (althans tot 11 januari 200958). De naar Nederlands recht opgerichte 
vennootschap die buiten Nederland onbehoorlijk beheert, is dus in beginsel niet 
aansprakelijk op grond van artikel 6:162 BW. In beginsel, want op artikel 3, lid 1 
Wet conflictenrecht onrechtmatige daad bestaan uitzonderingen. 
12.7.2 Grensoverschrijdend verwerken 
De Wbp bevat, zoals gezegd, een viertal bepalingen dat de grensoverschrijdende 
verwerking van persoonsgegevens betreft. 
De eerste bepaling met betrekking tot de grensoverschrijdende verwerking betreft 
artikel 4 Wbp, dat, zoals we in paragraaf 11.5.1 zagen, de territoriale reikwijdte 
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Figuur 62 
58 Op die datum treedt Verordening 864/2007 van het Europees Parlement en de Raad van 11 juli 2007, PbEU 
2007, L 199 (Rome 11) in werking, op grond waarvan artikel 6:162 BW in beginsel geldt voor de onrechtmati-
ge daad waarvan de schade in Nederland is opgetreden. 
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De Wbp geldt op grond van artikel 4 Wbp voor de verwerking die plaats vindt in 
het kader van activiteiten van een vestiging van een verantwoordelijke in 
Nederland (lid 1) en voor de verwerking die plaats vindt met behulp van midde-
len in Nederland door een verantwoordelijke die geen vestiging in de EU heeft (lid 
2). 
De Wbp is voor wat betreft artikel 4 gelijk aan de richtlijn.59 De Wbp verschilt 
van bepaalde andere implementatiewetten doordat Nederland de landen die tot de 
EEA behoren (IJsland, Liechtenstein en Noorwegen) niet als Lid Staten aanmerkt, 
terwijl bepaalde andere Lid Staten dat wel doen. De artikelen 76, 77 en 78 Wbp 
èn artikel 4 Wbp verschillen daardoor van de implementatiewetten van de Lid 
Staten die de landen die tot de EEA behoren wel als Lid Staten aanmerken. De 
richtlijn is onduidelijk op dit punt. 
De territoriale reikwijdte van de Wbp is ruim. Aan de ene kant doordat de Wbp 
geldt als de verwerking plaats vindt in het kader van activiteiten van een vestiging 
van de verantwoordelijke in Nederland (lid 1). De mogelijkheid bestaat namelijk 
dat diezelfde verwerking ook plaats vindt in het kader van activiteiten van een ves-
tiging van dezelfde verantwoordelijke in een andere Lid Staat. De mogelijkheid 
bestaat dus dat één verwerking onder meer dan één implementatiewet valt.60 De 
Wbp geldt omgekeerd niet voor de verwerking die niet plaats vindt in het kader 
van activiteiten van een vestiging van een verantwoordelijke in Nederland. Ook 
niet als die verwerking wel in Nederland plaats vindt. Dat is slechts anders als de 
verantwoordelijke geen vestiging in de EU heeft en de verwerking met behulp van 
een middel plaats vindt in Nederland. 
Aan de andere kant is de territoriale reikwijdte van de Wbp ruim doordat de 
Wbp mogelijk geldt als de verantwoordelijke gegevens via internet verwerkt en de 
pc of laptop van degene die gegevens via internet raadpleegt in Nederland staat 
(lid 2).61 De pc of de laptop is dan vermoedelijk als middel van de verantwoorde-
lijke aan te merken als die verantwoordelijke geen vestiging in de EU heeft. De 
verantwoordelijke die via internet verwerkt, wordt op die manier per definitie ver-
plicht de Wbp na te komen omdat zijn website in theorie in Nederland op te vra-
gen is, zonder dat hij weet of kan weten of dat daadwerkelijk gebeurt.62 De vraag 
waar de middelen met behulp waarvan de verantwoordelijke gegevens verwerkt, 
zich bevinden, blijkt niet eenvoudig te beantwoorden wanneer de verantwoorde-
lijke gegevens via internet verwerkt.63 
De tweede, derde en vierde bepaling die de Wbp met betrekking tot de grens-
overschrijdende verwerking bevat, betreffen, zoals we in paragraaf 11.5.2 zagen, 
de artikelen 76, 77 en 78 Wbp (figuur 63). 
59 Vgl art 4 richtlijn 95/46/EG 
60 Vgl paragraaf 115 1 
61 Volgens de artikel 29-Groep geldt de Wbp dan in ieder geval, vgl WP 56 (DG MARKT 5053/01 ), ρ 10 
62 Vgl Hof van Justitie, EG 6 november 2003, C-101/01 (Lindqvist) en paragraaf 115 1 
63 Vgl ook Zwenne, Duthler, Groothuis e a 2007, paragraaf 4 2 2 
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Figuur 63 
De artikelen 76, 77 en 78 Wbp beperken de mogelijkheid om persoonsgegevens 
buiten de EU te brengen. De artikelen beogen op die manier te voorkomen dat de 
verplichtingen van de Wbp te omzeilen zijn door een verwerking naar een land 
buiten de EU te verplaatsen. De artikelen maken de doorgifte van gegevens niet 
onmogelijk; dat zou het internationale handelsverkeer belemmeren.64 
De artikelen staan het buiten de EU brengen, het doorgeven65, toe als: er een 
passend niveau van gegevensbescherming is; er een uitzondering als bedoeld in 
artikel 77 Wbp is of als er een vergunning van de minister van Justitie is. De arti-
kelen maken de doorgifte niet zonder meer mogelijk als de verwerking na de door-
gifte onder de Wbp valt. 
Ten eerste is de doorgifte naar een land buiten de EU op grond van artikel 76 Wbp 
toegestaan als er een passend niveau van bescherming is. De Commissie is 
bevoegd te besluiten welk land een passend niveau van bescherming biedt. De 
Commissie heeft thans ten aanzien van een beperkt aantal landen positieve beslui-
ten genomen. De doorgifte naar die landen is in alle situaties toegestaan (uiteraard 
voor zover aan de overige verplichtingen van de Wbp wordt voldaan). De 
64 Overwegingen 56-58 richtlijn 95/46/EG 
65 Vgl.; paragraaf 10.6. 
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Commissie heeft ten aanzien van een aantal landen gedeeltelijk positieve beslui-
ten genomen. De doorgifte naar die landen is toegestaan in de in die besluiten 
genoemde (en soms gedetailleerde) situaties. 
De Wbp verschilt van de richtlijn doordat artikel 78 lid 2 Wbp bepaalt dat een 
besluit van de Commissie door de minister van Justitie overgenomen moet worden 
in een ministeriële regeling of beschikking. De bepaling roept de vraag op of een 
besluit van de Commissie bindt als het niet in een ministeriële regeling of beschik-
king is overgenomen. Voor een ontkennend antwoord pleit dat artikel 78 lid 2 Wbp 
anders een dode letter zou zijn. Voor een bevestigend antwoord pleit dat de 
Commissie anno 2008 al een aantal (gedeeltelijk) positieve besluiten genomen 
heeft, waarvan de minister er nog niet één in een ministeriële regeling of beschik-
king heeft omgezet. Volgens de Commissie vereist een besluit geen omzetting om 
in de Lid Staten werking te hebben.66 
De Wbp verschilt van bepaalde andere implementatiewetten door de bevoegd-
heid om te besluiten welk land buiten de EU een passend niveau van bescherming 
biedt, behalve aan de Commissie, aan de minister van Justitie toe te kennen.67 In 
alle Lid Staten wordt de bevoegdheid in ieder geval aan de Commissie verleend. 
In een aantal Lid Staten blijft het daarbij. In een aantal Lid Staten heeft behalve 
de Commissie, de toezichthoudende autoriteit de bevoegdheid om de gepastheid 
van het niveau van bescherming te beoordelen. In weer een aantal andere Lid 
Staten, waaronder Nederland, komt die bevoegdheid behalve aan de Commissie 
(dus) aan de minister van Justitie toe. De richtlijn is op dit punt niet duidelijk.68 
De Wbp verschilt voorts van bepaalde andere implementatiewetten door, wan-
neer de Commissie en de minister van Justitie nog geen besluit over het niveau van 
bescherming van een land buiten de EU hebben genomen, toe te staan dat de ver-
antwoordelijke dat niveau beoordeelt. In een aantal andere Lid Staten is doorgifte 
dan niet toegestaan op grond van het in die Lid Staat geldende equivalent van arti-
kel 76 Wbp. In weer andere Lid Staten bestaat onduidelijkheid op dit punt. De 
richtlijn is ook op dit punt niet duidelijk.69 De Commissie huldigt (voorzichtig) het 
standpunt dat de verantwoordelijke niet bevoegd is het niveau van bescherming te 
beoordelen, ook niet als zij of de minister dat nog niet heeft gedaan.70 
Ten tweede is de doorgifte naar een land buiten de EU toegestaan als er een uit-
zondering als bedoeld in artikel 77 lid 1 Wbp is.71 De verantwoordelijke dient zelf 
te beoordelen of één van de zes uitzonderingen zich voordoet. De uitzonderingen 
maken de doorgifte maar beperkt mogelijk. Temeer nu vier van de zes uitzonde-
ringen van de verantwoordelijke verlangen dat hij zich zelf een oordeel vormt over 
de noodzaak van de doorgifte, hetgeen weinig rechtszekerheid biedt.72 
66 Commissie 2003a, p. 32. 
67 Art 76 Wbp. 
68 Vgl. art 25 en 31 nchtlijn 95/46/EG 
69 Vgl. ook. Korff2002, 190, Commission 2003a, p. 32 
70 COM (2003) 265 final, ρ 18 
71 Art 26 nchtlijn 95/46/EG 
72 Vgl Zwenne, Duthler, Groothuis e a 2007, paragraaf 5 7 2 
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Tenslotte is de doorgifte naar een land buiten de EU op grond van artikel 77 lid 2 
Wbp toegestaan als de verantwoordelijke daar een vergunning van de minister van 
Justitie voor heeft. Artikel 77 lid 2 Wbp verschilt van de richtlijn door niet te bepa-
len dat de minister de vergunning verleent wanneer de verantwoordelijke 'vol-
doende waarborgen' biedt.73 
De vraag of de verantwoordelijke voldoende waarborgen biedt, dient volgens 
de artikel 29-Groep beantwoord te worden aan de hand van de criteria die gehan-
teerd worden bij de beoordeling of er een passend niveau van bescherming is. De 
vraag is of het standpunt van de Groep juist is, immers: als er een passend niveau 
van bescherming is, is de doorgifte al mogelijk op grond van artikel 76 Wbp.74 
Artikel 77 lid 2 Wbp verschilt voorts van de richtlijn door niet te bepalen dat 
voldoende waarborgen in ieder geval geboden worden wanneer gebruik wordt 
gemaakt van een door de Commissie goedgekeurde modelcontracten.75 Volgens de 
Nederlandse wetgever is een vergunning (ook) vereist wanneer de verantwoorde-
lijke gebruik maakt van een door de Commissie goedgekeurd modelcontract.76 
Andere Lid Staten, alsmede de Commissie en het Cbp denken daar anders over.77 
Volgens de Commissie heeft de goedkeuring door de Commissie namelijk 'ƒ«// 
effect without any implementing measures at national level being necessary' .n 
Overigens maakt ook een modelcontract de doorgifte maar beperkt mogelijk. 
Ten eerste doordat vestigingen van dezelfde vennootschap met elkaar geen con-
tract kunnen sluiten. De vennootschap kan als juridisch zelfstandig rechtssubject 
namelijk geen contract met zichzelf sluiten. Ten tweede doordat voor iedere door-
gifte, met iedere ontvangende verantwoordelijke of bewerker een modelcontract 
gesloten moet worden, terwijl dat contract niet gewijzigd kan worden. Ten derde 
doordat de doorgifte van doorgegeven gegevens op grond van een modelcontract 
maar beperkt mogelijk is. Ik verwijs weer naar paragraaf 11.5.2. De doorgifte op 
grond van binding corporate rules is voor de doorgifte tussen vestigingen van een 
vennootschap of een groep van vennootschappen een bruikbaar alternatief, maar 
het opstellen en vervolgens laten goedkeuren van binding corparate rules is tijd-
rovend.79 
De Wbp bevat (conform de richtlijn) maar een beperkt aantal mogelijkheden 
om gegevens door te geven naar een land buiten de EU. De mogelijkheden zijn 
gedetailleerd en bevatten onduidelijkheden. De Wbp verlangt daardoor een forse 
(deels financiële) inspanning van de verantwoordelijke gegevens door wil geven.80 
73 Art 26 richtlijn 95/46/EG. 
74 Vgl ook Berlcvens 2004c, Merkus 2004, Cuijpers 2003, ρ 86 
75 Art. 26 lid 2 nchtlijn 95/46/EG. 
76 Vgl Aanvraagformulier voor een vergunning zoals omschreven in artikel 77 lid 2 Wbp, <www cbpweb nl> 
77 Commission 2003b, ρ 50-51 
78 Commission 2003a, ρ 34 
79 Jakimowicz en Borrat ι Fngola 2006, ρ 68 
80 Vgl. ACTAL 2006, Zwenne, Duthler, Groothuis e a 2007, paragraaf 4 7 en 5 7 
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12.7.3 Conclusie 
Ten aanzien van de eerste bepaling die de grensoverschrijdende verwerking 
betreft, artikel 4 Wbp, is de conclusie dat deze niet afstemt op de bestaande regels 
van het vermogensrecht. De bepaling regelt net als de bestaande regels van het 
(internationale) privaatrecht het territoriale bereik van de Wbp, terwijl de bepaling 
inhoudelijk van die regels verschilt (figuur 51, gearceerde deel). 
Het door artikel 4 Wbp gecreëerde territoriale bereik is aan de ene kant ruimer 
dan het zou zijn als het bepaald zou worden volgens de bestaande regels van het 
(internationale) privaatrecht. Het omvat namelijk ook de verwerking die niet in 
Nederland, maar wel in het kader van de activiteiten van een vestiging van de ver-
antwoordelijke in Nederland is verricht. Het bereik is daardoor tegelijkertijd min-
der ruim dan het zou zijn als het door die bestaande regels bepaald zou worden. 
Het omvat namelijk niet de verwerking die in het kader van de activiteiten van een 
vestiging van de verantwoordelijke in Nederland is verricht, ook niet als die ver-
werking wel in Nederland is verricht (tenzij die verwerking met behulp van een 
middel in Nederland is verricht door de verantwoordelijke die geen vestiging in 
de EU heeft). 
Gezien het voorgaande schept artikel 4 Wbp een verscheidenheid die niet 
nodig is en die de overzichtelijkheid van het recht niet ten goede komt. Om die 
reden verdient het naar mijn mening aanbeveling om bij de afbakening van de ter-
ritoriale reikwijdte aansluiting te zoeken bij de bestaande regels van het interna-
tionale privaatrecht. De implementatiewetten zouden dan gelden voor de verwer-
king van persoonsgegevens die op het grondgebied van die Lid Staat is verricht. 
Ik spreek bewust van 'implementatiewetten' in plaats van 'WTjp' omdat de uitvoe-
ring van de aanbeveling alleen zin heeft als alle implementatiewetten in dezelfde 
zin worden aangepast. 
Ten aanzien van de andere bepalingen die de grensoverschrijdende verwerking 
betreffen, de artikelen 76, 77 en 78 Wbp is de conclusie gelijk aan die voor de 
bepalingen die de verwerking van bijzondere persoonsgegevens betreffen. 
Het bestaande vermogensrecht bevat de (ongeschreven) plicht om informatie 
behoorlijk te beheren. Het beperkt de doorgifte van persoonsgegevens slechts voor 
zover die doorgifte (achteraf) in strijd met die plicht blijkt te zijn. Denkbaar is bij-
voorbeeld dat de doorgifte, gezien de wetgeving van het land van bestemming en 
de overige voorzienbare gevaren, onder omstandigheden niet behoorlijk is. 
De regels van de Wbp vormen aldus een (geschreven) aanvulling op de 
bestaande (ongeschreven) regels van het vermogensrecht (figuur 51, niet gear-
ceerde deel). Die aanvulling stemt op die bestaande regels af. De vernieuwing die 
die aanvulling ten opzichte van die bestaande regels met zich mee brengt, is uit-
drukkelijk beoogd. De kwaliteitseis van onderlinge afstemming staat een dergelij-
ke vernieuwing niet in de weg. 
Tot zover de vraag of de bepalingen die de grensoverschrijdende verwerking 
betreffen, voldoen aan de kwaliteitseis van onderlinge afstemming. Ik plaats ten 
aanzien van die bepalingen de volgende kanttekeningen in verband met de met die 
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kwaliteitseis verband houdende kwaliteitseisen van rechtmatigheid en doel-
treffendheid en doelmatigheid. 
Ten aanzien van artikel 4 Wbp plaats ik de kanttekening dat de Wbp, anders dan 
de implementatiewetten van bepaalde andere Lid Staten, de landen die tot de EEA 
behoren niet als Lid Staten aanmerkt. De territoriale reikwijdte van de Wbp ver-
schilt daardoor van de reikwijdte van bepaalde andere Lid Staten. Toch is het niet 
zo dat artikel 4 Wbp daardoor niet aan de kwaliteitseis van rechtmatigheid vol-
doet: artikel 4 richtlijn 95/46/EG is immers juist geïmplementeerd in artikel 4 
Wbp. De Commissie moet verduidelijken of de landen die tot de EEA behoren als 
Lid Staten moeten worden aangemerkt. 
Ik plaats ten aanzien van artikel 4 Wbp voorts de kanttekening dat het op grond 
van die bepaling mogelijk is dat één verwerking onder meer dan één implementa-
tiewet valt. De verantwoordelijke moet voor die verwerking dan van iedere bepa-
ling van de Wbp nagaan of die gelijk is aan de bepaling van de andere implemen-
tatiewet(ten). De vraag is of de inspanning die dat van de verantwoordelijke ver-
langt niet in een té ongunstige verhouding is tot het doel dat artikel 4 Wbp beoogt 
te verwezenlijken. De vraag is dus of artikel 4 Wbp aan de kwaliteitseis van doel-
matigheid voldoet. 
Om te voorkomen dat één verwerking onder meer dan één implementatiewet 
valt, is in de literatuur wel voorgesteld om de territoriale reikwijdte van de Wbp 
voortaan te bepalen aan de hand van het land van herkomstbeginsel.81 De verwer-
king valt dan onder de implementatiewet van de Lid Staat waar de verantwoorde-
lijke gevestigd is. De oplossing stuit op een aantal bezwaren. Ten eerste is het land 
van vestiging van een vennootschap naar Nederlands recht het land waar die ven-
nootschap haar statutaire zetel heeft, terwijl dat in de ons omringende landen het 
land is waar de (hoofdvestiging van de) vennootschap werkelijk haar zetel heeft.82 
De territoriale reikwijdte van de Wbp zal daardoor van die van de ons omringen-
de landen verschillen. Daarnaast stuit de toepassing van het land van herkomstbe-
ginsel op het bezwaar dat de richtlijn dient te worden aangepast. Ter gelegenheid 
van de evaluatie van richtlijn 95/46/EG heeft de Commissie al laten weten hier 
niet voor te voelen.83 
Om te voorkomen dat één verwerking onder meer dan één implementatiewet 
valt, is het voorts mogelijk om aan artikel 4 lid 1 Wbp toe te voegen dat de Wbp 
niet geldt voor de verwerking die tevens valt onder de implementatiewet van een 
andere Lid Staat. De aanvulling heeft als voordeel dat de implementatiewetten van 
de andere Lid Staten niet aangepast hoeven te worden. De aanvulling neemt het 
bezwaar dat artikel 4 Wbp niet op het bestaande (internationale) privaatrecht 
afstemt echter niet weg. 
81 Vgl o a Zwenne, Duthler, Groothuis e a 2007, paragraaf 4 2 1 
82 Wel conflictenrecht corporaties 
83 COM (2003) 265 final, ρ 17 
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Ten aanzien van de artikelen 76 en 77 Wbp kunnen in verband met de kwaliteits-
eis van rechtmatigheid de volgende kanttekening geplaatst worden. 
Ten aanzien van artikel 77 Wbp geldt dat het de richtlijn niet geheel juist 
implementeert doordat het niet bepaalt dat doorgifte op basis van een vergunning 
vereist dat de verantwoordelijke voldoende waarborgen biedt. Daarnaast bepaalt 
het niet dat de verantwoordelijke voldoende waarborgen biedt als de doorgifte 
plaats vindt op basis van een (goedgekeurd) modelcontract. 
Ten aanzien van artikel 76 Wbp is het de vraag of het de richtlijn juist imple-
menteert. De richtlijn laat namelijk in het midden of alleen de Commissie bevoegd 
is de gepastheid van het niveau van bescherming van een land buiten de EU te 
beoordelen of dat ook de minister van Justitie of zelfs de verantwoordelijke 
bevoegd is dat te doen. 
Gezien het voorgaande verdient het in de eerste plaats aanbeveling om op 
nationaal niveau de verschillen met de richtlijn weg te nemen. De wetgever dient 
daartoe te bewerkstelligen dat de verantwoordelijke niet langer een vergunning 
nodig heeft als de doorgifte plaats vindt op basis van een (goedgekeurd) model-
contract. Het Cbp heeft bij de minister van Justitie aangedrongen op een vrijstel-
ling van de vergunningplicht voor het geval de doorgifte plaats vindt op basis van 
een modelcontract.84 De minister heeft deze vrijstelling nog altijd niet verleend.85 
In de tweede plaats verdient het aanbeveling om op Europees niveau de ondui-
delijkheden in de richtlijn weg te nemen. De Commissie dient daartoe (in ieder 
geval) aan te geven wie wel en wie niet bevoegd is de gepastheid van het niveau 
van bescherming van een land buiten de EU te beoordelen. 
Ten aanzien van de artikelen 76 en 77 Wbp kunnen voorts kanttekeningen 
geplaatst worden in verband met de kwaliteitseis van doelmatigheid en doel-
treffendheid. Ten eerste is het niet duidelijk of het raadplegen en het plaatsen van 
persoonsgegevens op internet als doorgifte is aan te merken. In het geval dat zo is, 
is het plaatsen van persoonsgegevens op internet niet meer mogelijk zonder het 
verbod om door te geven naar een land zonder een passend niveau te overtreden.86 
De doorgifte van persoonsgegevens met behulp van internet is dan niet meer 
mogelijk. De vraag is of artikel 76 Wbp in dat opzicht wel in verhouding is met 
het beoogde doel. Dat doel is immers de doorgifte met het oog op ontduiking te 
beperken, zonder de doorgifte onmogelijk te maken. 
Ten tweede merk ik op dat de artikelen 76 en 77 Wbp de doorgifte, ook de 
doorgifte die niet met behulp van internet geschiedt, maar beperkt mogelijk 
maken.87 De vraag is of die mogelijkheden niet verruimd moeten worden voor 
84 Cbp 2004b, blad 6 
85 Vgl ook Zwenne, Duthler, Groothuis e a 2007, paragraaf 4 7 en 5 7 (met verwijzing naar Merkus 2004 en 
Zwenne 2003) 
86 In een land zonder een passend beschermingsniveau is internet namelijk ook te raadplegen, terwijl met te con-
troleren is of dat gebeurt, vgl de prejudiciële uitspraak van het Hof in de zaak Lmdqvist die duidelijkheid 
schept over het plaatsen van persoonsgegevens op een website zoals dat in die zaak geschiedde 
87 Vgl ICC 2003, ρ 7 en Pletscher 2005, Zwenne, Duthler, Groothuis e a 2007, paragraaf 4 7 
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weinig risicovolle en veelvoorkomende verwerkingen. Aan de uitzonderingen op 
het verbod om door te geven zou voor dat doel in ieder geval een uitzondering toe-
gevoegd kunnen worden voor het geval de Wbp na de doorgifte geldt. Aan die uit-
zondering zou voorts een uitzondering toegevoegd kunnen worden voor de door-
gifte die plaats vindt ten behoeve van wetmatige bedrijfsactiviteiten, zulks om te 
voorkomen dat het internationale handelsverkeer teveel belemmerd zal worden. 
Te ver voert naar mijn mening de aanbeveling om de mogelijkheid om per-
soonsgegevens door te geven te verruimen door de doorgifte naar een land buiten 
de EU toe te staan voor zover de Commissie ten aanzien van het niveau van dat 
land geen negatief besluit genomen heeft. Ik merkte in paragraaf 11.5.2 al op dat 
een negatief besluit ten aanzien van een land de diplomatieke betrekkingen met 
dat land op scherp zullen zetten en om die reden niet (snel) te verwachten is. 
De Commissie heeft ter gelegenheid van de evaluatie van richtlijn 95/46/EG 
(ook) gesteld dat 'more work is needed on the simplification of the conditions for 
international transfers', maar heeft tot op heden nog geen aanpassingen in die 
richting gedaan.88 
12.8 Transparantie versus openbaarmaking 
De Wbp bevat voor de organisatie die informatie gebruikt een aantal bepalingen 
dat transparantie beoogt te bieden (figuur 64). Ten eerste heeft de verantwoorde-
lijke een meldingsverplichting naar het Cbp. Ten tweede heeft hij een informatie-
verplichting naar de betrokkene. Tenslotte heeft de verantwoordelijke de verplich-
ting om te voldoen aan het informatierecht van de betrokkene. 
12.8.1 Openbaarmaking 
In paragraaf 4.2 is aan de orde geweest dat de vennootschap op grond van het ven-
nootschapsrecht (onder andere) transparantie moet bieden door bij de oprichting 
van de vennootschap de oprichtingsakte openbaar te maken in het 
Handelsregister.89 Het Handelsregister is openbaar. De bestuurders riskeren aan-
sprakelijkheid als de oprichtingsakte bij de oprichting niet ter inzage is gelegd. 
De oprichtingsakte bevat de statuten van de vennootschap. De statuten bevatten 
belangrijke informatie met betrekking tot de vennootschap. Ingevolge artikel 
2:126 en 236 BW dient ook de wijziging van de statuten in het Handelsregister 
openbaar te worden gemaakt.90 
In paragraaf 7.2 is aan de orde geweest dat op grond van het (ongeschreven) 
vermogensrecht transparantie geboden moet worden door inzage te geven in die 
gegevens die iemands persoonlijke levenssfeer raken. Ingevolge artikel 6:162 BW 
in verbinding met artikel 2:5 BW is de vennootschap die in strijd met iemands 
88 COM (2003) 265 final 
89 Art 2.79 en 180 BW 
90 Art 2.126 en 236 BW 
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(persoonlijkheids)recht op inzage handelt, aansprakelijk voor de schade die die 






















De Wbp bevat, zoals gezegd, een drietal bepalingen dat transparantie beoogt te 
bieden. In de eerste plaats, zo zagen we in paragraaf 11.6.1, de plicht om de ver-
werking van persoonsgegevens te melden bij het Cbp of bij de interne functiona-
ris, zo die er is (figuur 65).9' 
91 Art. 27 Wbp. 























De functionaris moet binnen de organisatie van de verantwoordelijke toezicht 
houden op de naleving van de verplichtingen van de Wbp.92 De functionaris moet 
verstand van zaken hebben en onafhankelijk zijn.93 
De melding wordt in het meldingsregister gepubliceerd.94 Het meldingsregis-
ter is openbaar. De melding heeft geen ander rechtsgevolg dan dat de verantwoor-
delijke aan de meldingsverplichting heeft voldaan. 
De meldingsverplichting kent een groot aantal, gedetailleerde vrijstellingen.95 
De verantwoordelijke die van één van de vrijstellingen gebruik maakt, moet zor-
gen dat de verwerking aan de (gedetailleerde) voorwaarden van de vrijstelling vol-
doet en blijft voldoen. 
De Wbp verschilt voor wat betreft de vrijstellingen van de verplichting om te 
melden van de andere implementatiewetten. Dat komt doordat de richtlijn de 
keuze van die vrijstellingen aan de Lid Staten overlaat, zij het dat alleen die ver-
werkingen waarbij een inbreuk op de rechten en vrijheden van de betrokkene 
92 Art. 62 e.V. Wbp. 
93 Art. 63(1) en (2) Wbp. 
94 Art. 30 Wbp. 
95 Art. 29 Wbp jo Vrijstellingenbesluit. 
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onwaarschijnlijk is, vrijgesteld mogen worden.96 De precisering is in Nederland in 
het Vrijstellingsbesluit gedaan, wat in andere Lid Staten weer niet het geval is.97 
De Commissie merkt op dat: 'in spite of some similarities and parallels - the stan-
dards in the different Member States differ significantly in scope and detail. Even 
with respect to similar operations which, in different Member States, are subject 
to exemptions the norms are different. Companies which want to harmonise such 
operations throughout their different establishments in the EU will therefore often 
not benefit from such 'simplified norms'or exemptions' .98 
De in artikel 31 Wbp genoemde verwerkingen moeten als zodanig gemeld 
worden. Die verwerkingen vormen een bijzonder risico voor de rechten van de 
betrokkene en zijn om die reden aan voorafgaand onderzoek door het Cbp onder-
worpen. De Wbp verschilt wat betreft de gevallen waarin voorafgaand onderzoek 
vereist wordt van de andere implementatiewetten. Dat komt doordat de richtlijn de 
keuze van die gevallen weer aan de Lid Staten overlaat, hetgeen, zoals gezegd, ver-
schillen in de implementatiewetten in de hand werkt.99 De Wbp voorziet bijvoor-
beeld in voorafgaand onderzoek in drie gevallen.100 De Britse implementatiewet 
vereist voor geen enkele verwerking voorafgaand onderzoek, terwijl de Spaanse 
wet voorafgaand onderzoek voor elke verwerking vereist.10' 
De tweede plicht die de Wbp met het oog op transparantie bevat, betreft die om de 
betrokkene (uit eigen beweging) van bepaalde informatie te voorzien.102 De Wbp 
bepaalt niet hoe de verantwoordelijke de betrokkene van informatie dient te voor-
zien, maar duidelijk is wel, zo zagen we in paragraaf 11.6.2, dat de verwijzing 
naar elders verkrijgbare informatie niet volstaat. 
De Wbp onderscheidt voor wat betreft het moment waarop de betrokkene geïn-
formeerd moet worden tussen het geval dat de verantwoordelijke de gegevens van 
de betrokkene verkrijgt en het geval dat hij de gegevens anders dan van de betrok-
kene verkrijgt, bijvoorbeeld door het houden van cameratoezicht. In het eerste 
geval moet de verantwoordelijke de betrokkene informeren voor het moment dat 
hij de gegevens verkrijgt.103 In het geval de verantwoordelijke de gegevens anders 
dan van de betrokkene verkrijgt, dient hij de betrokkene (uiterlijk) op het moment 
dat hij de gegevens vastlegt te informeren.104 
De richtlijn maakt (evenals bepaalde andere implementatiewetten) niet duide-
lijk wanneer de verantwoordelijke de betrokkene dient te informeren.105 De Wbp 
verschilt daardoor van de implementatiewetten die de verantwoordelijke verplich-
ten de betrokkene te informeren op het moment dat hij de gegevens verkrijgt. 
96 Art 18lid2nchtlijn95/46/EG 
97 Art 29 Wbp jo Vnjstellmgsbesluit Wbp 
98 Commissie 2003a, ρ 28, zie ook Korff2002, ρ 164 
99 Art 20, nchtlijn 95/46/EG 
100 Art 31 Wbp 
101 Gedetailleerd, vgl ΚοτίΤ2002,ρ 173-175 
102 Art 33 en 34 Wbp 
103 Art 33 Wbp 
104 Art 34 Wbp 
105 Art 10 richtlijn 95/46/EG, vgl Commissie 2003a, ρ 20 
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Op de verplichting om de betrokkene te informeren bestaat een aantal vrijstellin-
gen.106 De belangrijkste betreffen het geval dat de betrokkene al op de hoogte is en 
het geval dat het onmogelijk is of onevenredig veel inspanning kost om de betrok-
kene te informeren. 
De derde en laatste plicht die de Wbp met het oog op transparantie bevat, betreft 
die om de betrokkene van informatie te voorzien als die hem daar om verzoekt 
(figuur 66). Op grond van zijn recht op inzage heeft de betrokkene, zo zagen we 























De omvang van de door de verantwoordelijke te verschaffen inzage is in de lite-
ratuur voorwerp van discussie.108 De Wbp laat (conform de richtlijn) ruimte voor 
interpretatie. De Hoge Raad heeft die discussie onlangs op een paar punten beëin-
106 Art. 33, 43 en 43 sub e Wbp. 
107 Art. 35 Wbp. 
108 Vgl.: Zwenne. Duthler, Groothuis e.a. 2007, paragraaf 4.5 en 5.5 
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digd.109 De Hoge Raad oordeelde naar aanleiding van een van de vele verzoeken 
om inzage bij Dexia namelijk dat de omvang van het inzagerecht ruim is: een min­
der ruime uitleg draagt niet bij aan het niveau van bescherming dat de richtlijn 
beoogt te bieden. De ruime omvang brengt volgens de Hoge Raad (in ieder geval) 
mee dat de verantwoordelijke de betrokkene van alle relevante informatie moet 
voorzien, hetgeen vaak zal moeten gebeuren door het verstrekken van afschriften 
van de verwerkte gegevens. 
De ruime omvang van het inzagerecht wordt volgens de Hoge Raad niet 
beperkt in die zin dat de betrokkene zijn verzoek om inzage nader moet motive­
ren. De betrokkene mag volgens de Hoge Raad volstaan met te verwijzen naar de 
Wbp. De ruime omvang wordt volgens de Hoge Raad voorts niet beperkt door het 
bepaalde in artikel 843a Rv. De omvang van de in dat artikel voorziene inzage is 
soms ruimer en soms beperkter dan de omvang van het inzagerecht van de Wbp. 
De Hoge Raad oordeelt dat daar waar de omvang van de in artikel 843a Rv voor­
ziene inzage beperkter is, de verantwoordelijke de door de betrokkene op grond 
van de Wbp verzochte inzage niet mag weigeren. 
De omvang van het inzagerecht wordt volgens de Hoge Raad wel beperkt door 
artikel 43 sub e Wbp, inhoudende dat een verzoek om inzage de rechten van ande­
ren (waaronder de verantwoordelijke) niet te veel mag beperken, en voorts door 
artikel 3:13 BW. De Hoge Raad voegt daar wel aan toe dat de verantwoordelijke 
zich op artikel 43 sub e Wbp niet kan beroepen op grond van zijn belang om zijn 
administratieve lasten te beperken. De verantwoordelijke kan op artikel 43 sub e 
Wbp wel een beroep doen als hij aannemelijk maakt dat die lasten dusdanig dis­
proportioneel zijn dat hij in zijn rechten dreigt te worden aangetast, maar dat zal 
niet snel het geval zijn. De verantwoordelijke die grote hoeveelheden gegevens 
verwerkt, moet er volgens de Hoge Raad rekening mee houden dat die lasten groot 
zijn. 
De betrokkene heeft in het verlengde van zijn recht op inzage, het recht om de ver­
antwoordelijke om correctie van zijn gegevens te verzoeken en om zich tegen de 
verwerking van zijn gegevens te verzetten. De betrokkene komt dat (laatste) recht 
onder meer toe wanneer de verwerking (volgens de verantwoordelijke) noodzake­
lijk is in het gerechtvaardigde belang van de verantwoordelijke. De verwerking 
voor de uitoefening van wetmatige bedrijfsactiviteiten is noodzakelijk in het 
gerechtvaardigde belang van de verantwoordelijke, tenzij de belangen van de 
betrokkene zwaarder wegen. De betrokkene kan zich tegen de verwerking op die 
grondslag verzetten in die zin dat hij de verantwoordelijke kan verzoeken om zijn 
belangen opnieuw tegen die van de verantwoordelijke afte wegen. De Wbp volgt 
voor wat betreft het recht van verzet de richtlijn"0, maar de verschillen met ande­
re implementatiewetten zijn groot. Aan de ene kant kent een aantal Lid Staten de 
betrokkene in het geheel (geen) algemeen verzetsrecht toe. Aan de andere kant 
kent een aantal Lid Staten de betrokkene altijd een recht tot verzet toe.1" 
109 HR29juni2007, LJN-nr AZ4664, vgl ook Hert, Hildebrandt, Gutwirth e a 2007 
110 Vgl • art 14 nchtlijn 95/46/EG 
111 Korff2002, ρ 112 
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12 8 3 Conclusie 
De meldingsplicht vormt een aanvulling ten opzichte van de bestaande regels van 
het vennootschapsrecht en het vermogensrecht (figuur 51, niet gearceerde deel) 
Die regels vereisen immers niet dat de verwerking bij het Cbp of (zo die er is) bij 
de interne toezichthouder, de functionaris, gemeld wordt Die regels vereisen wel 
dat bepaalde informatie bij het Handelsregister gemeld wordt Die regels vereisen 
bovendien dat de vennootschap die een bepaalde omvang heeft een interne toe-
zichthouder aanstelt de raad van commissarissen De raad houdt (zo die er is) toe-
zicht op de gang van zaken in de vennootschap en de daarmee verbonden onder-
neming 
De vraag is of de meldingsplicht niet meer op de bestaande regels van het ven-
nootschapsrecht aan zou kunnen sluiten De melding van de verwerking zou bij-
voorbeeld in het Handelsregister plaats kunnen vinden in plaats van in het mel-
dingsregister of aan de raad van commissarissen in plaats van aan de functionaris 
De oplossing sluit aan op de aanbeveling om de begnppen 'verantwoordelijke', 
'bewerker' en 'intern beheerder' te vervangen voor de begnppen van het vennoot-
schapsrecht en het vermogensrecht De oplossing maakt duidelijk dat het toezicht 
op de naleving van de Wbp tot de taken van de raad van commissaris behoort De 
introductie van de figuur van de functionaris suggereert dat dat niet zo zou zijn 
De volgende vraag is of de plicht om de betrokkene uit eigen beweging te infor-
meren op de bestaande regels van het vennootschapsrecht en het vermogensrecht 
afstemt Die vraag dient bevestigend te worden beantwoord De bestaande regels 
bevatten geen soortgelijke plicht en zij bevatten ook geen plicht waar die plicht op 
inwerkt (figuur 51, niet gearceerde deel) 
De laatste vraag is of de plicht om de betrokkene op diens verzoek van informa-
tie te voorzien op de bestaande regels van het vennootschapsrecht en het vermo-
gensrecht afstemt Ook die vraag dient bevestigend te worden beantwoord 
Het bestaande, ongeschreven inzagerecht bevat de plicht om inzage te geven in 
die persoonsgegevens die de persoonlijke levenssfeer van de betrokkene raken 
Het recht op correctie vloeit daar uit voort Het 'nieuwe', geschreven recht op 
inzage is ruimer Het bevat de plicht om inzage te geven m ieder persoonsgege-
ven Het nieuwe, geschreven inzagerecht stemt dus af op het bestaande, onge-
schreven inzagerecht (figuur 51, gearceerde deel) De nieuwe regels leiden dus 
niet tot een onnodige verscheidenheid 
Het bestaande vermogensrecht bevat geen recht op verzet (figuur 51, niet gear-
ceerde deel) Het nieuwe recht op verzet werkt ook niet op het bestaande vermo-
gensrecht in Het stemt daar dus op af 
De bepalingen van de Wbp die transparantie beogen te bieden, voldoen aan de 
kwaliteitseis van onderlinge afstemming De vraag is of die bepalingen ook vol-
doen aan de met die kwaliteitseis verband houdende kwaliteitseisen van rechtma-
tigheid en doeltreffendheid en doelmatigheid 
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De verplichting om iedere verwerking te melden verlangt een forse (deels finan-
ciële) inspanning van de verantwoordelijke."2 De vrijstellingen op die verplich-
ting verminderen die inspanning nauwelijks. De verantwoordelijke die van de vrij-
stellingen gebruik wil maken moet namelijk aan de (gedetailleerde) voorwaarden 
van één van de vrijstellingen voldoen en blijven voldoen. Ter illustratie: volgens 
de ACTAL is het inschakelen van externe privacyspecialisten nodig om aan de 
meldingsverplichting en de vrijstellingen daarop te voldoen."3 
De verplichting om te melden beoogt transparantie te bieden."'' De constate-
ring dat een bepaalde verantwoordelijke geen verwerking gemeld heeft, recht-
vaardigt echter niet de conclusie dat geen gegevens verwerkt worden. De moge-
lijkheid bestaat immers dat de verantwoordelijke gegevens verwerkt die van de 
meldingsplicht zijn vrijgesteld. Die constatering roept de vraag op of de inspan-
ning die de verplichting om te melden van de verantwoordelijke verlangt wel in 
verhouding is met het doel dat die verplichting beoogt te verwezenlijken. De vraag 
is dus of de verplichting om te melden wel doelmatig is. 
Over de wijze waarop de inspanning die de verplichting om te melden van de 
verantwoordelijke verlangt, verminderd zou moeten worden, wordt verschillend 
gedacht. Door het Cbp is voorgesteld om het aantal vrijstellingen te vergroten."5 
Om drie redenen verdient het voorstel van het Cbp naar mijn mening niet de aan-
beveling. Ten eerste niet omdat de inspanningen die van de verantwoordelijke 
worden verlangd daar niet door worden verminderd."6 De verantwoordelijke zal 
namelijk moeten zorgen dat de verwerking aan de vrijstelling voldoet en blijft vol-
doen. Daarnaast vermindert het vergroten van het aantal vrijstellingen de transpa-
rantie. Het wordt dan voor de betrokkene namelijk minder transparant of en zo ja 
welke gegevens van hem verwerkt worden."7 
Door VNO-NCW is voorgesteld om de inspanning die de verplichting om te 
melden van de verantwoordelijke verlangt, te verminderen door die verplichting 
te beperken tot bepaalde verwerkingen. De zogenaamde genormeerde melding 
houdt in dat melding verplicht wordt voor bijvoorbeeld de verwerking waar voor-
afgaand onderzoek voor vereist is of voor de verwerking waar de betrokkene niet 
van op de hoogte is."8 De genormeerde melding vermindert de inspanning die van 
de verantwoordelijke verlangd wordt en vergroot de transparantie als de verwer-
king waar de betrokkene niet van op de hoogte is van melding wordt vrijgesteld. 
Door de BRTF is nog voorgesteld om de inspanning die de verplichting om te 
melden vormt, te verminderen door die verplichting voor de verwerking waar 
meer dan één implementatiewet voor geldt, te beperken tot melding in één Lid 
Staat.119 Het Cbp heeft het voorstel bepleit bij de artikel 29-Groep, die gaat onder-
112 Vgl.. Taskforce Vereenvoudiging Vergunningen 2005b, p. 31-37, ACTAL 2006, Zwenne, Duthler, Groothuis 
e.a. 2007, paragraaf 4 5 (met verwijzing naar Holvast 2005a), 4 8, 5 5 en 5 8 
113 ACTAL 2006, ρ 2. 
114 Overwegingen 56-58 richtlijn 95/46/EG 
115 Cbp 2004b, vgl ook Van Essen 2003 
116 Vgl. ook: Holvast 2005a, Zwenne, Duthler, Groothuis e.a. 2007, paragraaf 4 5 
117 Vgl.. Holvast 2005, onder verwijzing naar een bnef van VNO-NCW d d 15 december 2004, briefnummer 
04/15 098/Gf/CV.227. 
118 Holvast 2005a, ρ 211, Blok 2002, p. 318 
119 BRTF 2004, ρ 25 
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zoeken of de melding aldus te vereenvoudigen is.120 Gelet op de verschillende vrij-
stellingen op de verplichting om te melden in de verschillende implementatiewet-
ten, is het naar mijn mening de vraag of het voorstel van de BRTF effectief is. 
Overigens is het ten aanzien van de verplichting om te melden ook de vraag of 
die aan de kwaliteitseis van rechtmatigheid voldoet. De Wbp verschilt namelijk 
van de andere implementatiewetten voor wat betreft de verwerkingen die van die 
verplichting zijn vrijgesteld en voor wat betreft de verwerkingen die voorwerp van 
voorafgaand onderzoek zijn. De richtlijn werkt die verschillen wel zelf in de hand 
door de Lid Staten te laten bepalen welke verwerkingen van melding zijn vrijge-
steld en welke verwerkingen voorwerp van voorafgaand onderzoek zijn. 
Ook de verplichting om de betrokkene (uit eigen beweging) van informatie te 
voorzien, verlangt de nodige inspanningen van de verantwoordelijke.121 De ver-
plichting beoogt transparantie te bieden. De vraag is of dat doel met die inspan-
ningen in verhouding is als de verantwoordelijke de verwerking al gemeld heeft 
bij het Cbp. De betrokkene is in dat geval immers al op de hoogte en de verant-
woordelijke hoeft de betrokkene niet te informeren wanneer hij al op de hoogte 
is.122 De vraag is dus waarom de verantwoordelijke van de wetgever in dat geval 
niet mag volstaan met de betrokkene te verwijzen naar de bij het Cbp gemelde 
informatie.123 
Ten aanzien van de verplichting om de betrokkene te informeren, is het voorts 
de vraag of die in overeenstemming is met de richtlijn. De Wbp vereist namelijk 
dat de verantwoordelijke die de gegevens van de betrokkene verkrijgt, de betrok-
kene vóór het moment van verkrijgen informeert. De Wbp verschilt in dat opzicht 
van bepaalde andere implementatiewetten. De richtlijn werkt die verschillen zelf 
in de hand door niet te bepalen op welk moment de betrokkene geïnformeerd moet 
worden. Ik zou er in dat verband voor willen pleiten het onderscheid tussen het 
geval dat de verantwoordelijke de gegevens van de betrokkene verkrijgt en het 
geval dat hij de gegevens anderszins verkrijgt te laten vervallen.124 De verant-
woordelijke zou in beide gevallen verplicht kunnen worden de betrokkene binnen 
een redelijke termijn na verkrijging te informeren.125 
Ook de verplichting om de betrokkene op diens verzoek te informeren, verlangt, 
zo hebben we gezien, de nodige (financiële) inspanningen van de verantwoorde-
lijke.126 Ook die verplichting beoogt transparantie te bieden. De inspanningen die 
die verplichting voor dat doel van de verantwoordelijke verlangt, zijn naar mijn 
mening met dat doel in verhouding. De Wbp beperkt die inspanningen namelijk 
120 Cbp 2004b, blad 3. 
121 Vgl · Zwenne, Duthler, Groothuis e a 2007, paragraaf 5 5 
122 Art 33(1) en 34(1) Wbp 
123 Kamerstukken II, 1997/1998, 25 892, nr 3, ρ 152 
124 Vgl ook: Ondememersklankbord Regeldruk 2005, ρ 19 
125 Vgl BRTF 2004, ρ 23, anders Proposals for Amendment, (annex) p. 10 waann voor het moment van infor­
meren wel onderscheiden wordt tussen verkrijging bij betrokkene of niet. 
126 Vgl · Zwenne, Duthler, Groothuis e a 2007, paragraaf 5 5 
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daar waar de rechten van de verantwoordelijke in gevaar dreigen te komen en het 
BW daar waar sprake is van misbruik van recht. Daarnaast volgt uit de evaluatie 
van de Wbp dat de inspanningen die de Wbp van de verantwoordelijke verlangen 
in de praktijk beperkt is doordat (buiten de financiële sector) weinig verzoeken 
om inzage worden gedaan.127 
12.9 Afronding 
De Nederlandse vennootschap of groep van vennootschappen dient bij het gebruik 
van persoonsgegevens niet alleen de bestaande regels van het vennootschapsrecht 
en het vermogensrecht in acht te nemen, maar ook die van de Wbp. De vraag is in 
hoeverre die regels op de bestaande regels van het vennootschapsrecht en het ver-
mogensrecht afstemmen. Die vraag is in dit deel beantwoord. Daarbij is een 
onderscheid gemaakt tussen regels die eenzelfde of een verwant onderwerp heb-
ben, maar die inhoudelijk van elkaar verschillen (figuur 51, gearceerde deel) en 
tussen regels die een ander onderwerp hebben, maar die in hun effect op elkaar 
inwerken (figuur 51, niet gearceerde deel). 
De conclusie is dat de relevante begrippen van de Wbp geen van drieën op de 
bestaande begrippen van het vennootschapsrecht en het vermogensrecht afstem-
men. De begrippen gaan er aan voorbij dat de vennootschap, als fictie van het 
recht, feitelijk niet kan handelen. De vennootschap kan het doel voor de verwer-
king dus niet zelf vaststellen (waar de definitie van de 'verantwoordelijke' aan 
voorbij gaat); zij kan de betrokkene aan de hand van een indirect identificerend 
gegeven dus niet identificeren (waar de uitleg die de wetgever aan de definitie van 
'persoonsgegeven' geeft, aan voorbij gaat) en zij kan geen feitelijke macht over 
een verwerking uitoefenen (waar de uitleg die de wetgever aan de definitie van 
'verwerken' geeft, aan voorbij gaat). Gezien het voorgaande verdient het naar mijn 
mening aanbeveling de begrippen van de Wbp te laten vervallen en te vervangen 
voor de begrippen van het vennootschapsrecht en het vermogensrecht. 
Ten aanzien van de normen die de Wbp met betrekking tot het gebruik van per-
soonsgegevens bevat, is de conclusie dat een aantal afstemt op het bestaande ven-
nootschapsrecht en vermogensrecht. Ik verwijs naar (onder andere) de artikelen 6 
en artikel 13 Wbp die een (soms strengere) codificatie vormen van wat op grond 
van het ongeschreven recht al geld. Ten aanzien van de regels die niet geheel op 
het bestaande vennootschapsrecht en vermogensrecht afstemmen, is te onder-
scheiden tussen regels die eenzelfde of een verwant onderwerp als die regels heb-
ben (figuur 51, gearceerde deel) en regels die een ander onderwerp hebben (figuur 
51, niet gearceerde deel). Tot de eerste behoren (onder andere) de artikelen die de 
aansprakelijkheid van de verantwoordelijke voor de bewerker en de intern beheer-
der betreffen. Tot de tweede behoren (onder andere) de artikelen die de meldings-
plicht betreffen. 
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Ten aanzien van een aantal regels is nog geconcludeerd dat ze vermoedelijk met 
voldoen aan de kwaliteitseis van rechtmatigheid doordat ze de richtlijn niet juist 
implementeren. Onder andere de regels die de grensoverschrijdende verwerking 
betreffen, zijn verdacht. Daarnaast is van een aantal regels onduidelijk of ze aan 
de richtlijn juist implementeren doordat de richtlijn zelf met duidelijk is. 
Tenslotte is ten aanzien van een aantal regels geconcludeerd dat ze vermoede-
lijk met voldoen aan de kwaliteitseis van doelmatigheid en doeltreffendheid door-
dat de inspanningen die ze verlangen met in verhouding zijn tot het doel dat ze 
beogen Te denken valt aan de diverse vrijstellingen op het verbod om bijzondere 
persoonsgegevens te verwerken en de diverse vnj stellingen op de plicht om per-
soonsgegevens te melden. Die vrijstellingen bieden door hun gebruiksreguleren-
de aard met de flexibiliteit die de met gecodificeerde vermogensrechtelijk plicht 
om informatie behoorlijk te beheren wel biedt. 
Samenvatting 
De Nederlandse multinational' dient bij het gebruik van persoonsgegevens ener-
zijds de regels van het Nederlandse vennootschapsrecht en vermogensrecht in acht 
te nemen en anderzijds die van de Wbp. De afstemming van de regels van de Wbp 
op die van het Nederlandse vennootschapsrecht en vermogensrecht vormt het 
onderwerp van het onderhavige onderzoek. 
Het Nederlandse vennootschapsrecht is primair te vinden in Boek 2 BW. Het is 
dus primair privaatrecht. Boek 2 BW bevat (onder andere) regels die gestalte 
geven aan de deelrechtsordes die de naamloze en de besloten vennootschap zijn. 
Die regels hebben betrekking op de samenwerking tussen de personen die tot die 
vennootschap behoren. Die personen zijn vervangbaar. De vennootschap is ten 
opzichte van die personen zelfstandig. Zij heeft dus een eigen persoonlijkheid, een 
rechtspersoonlijkheid. Dat wil zeggen dat zij zelf rechten en verplichtingen heeft. 
Boek 2 BW bevat naast de regels die betrekking hebben op de samenwerking tus-
sen de personen die tot de vennootschap behoren, regels die betrekking hebben op 
de samenwerking met degenen die niet tot de vennootschap behoren. Die regels 
houden verband met de eigen persoonlijkheid van de vennootschap en het mis-
bruik dat daardoor van de vennootschap te maken is. 
Boek 2 BW bevat ten aanzien van de vennootschap tenslotte regels die de 
samenwerking betreffen tussen en met de vennootschap die tot een groep van ven-
nootschappen behoort. Die regels beogen te voorkomen dat die samenwerking de 
zelfstandigheid van de vennootschap te veel aantast. 
Behalve in Boek 2 BW is het Nederlandse vennootschapsrecht te vinden in bij-
zondere wetten, zoals de Wet op de Ondernemingsraden en de Handelsregisterwet. 
De vennootschap staat voor wat het vermogensrecht betreft (het verbintenissen-
recht inbegrepen) gelijk aan de natuurlijke persoon. De regels van het vermo-
gensrecht zijn primair te vinden in Boek 3 BW en verder. Ook die regels hebben 
soms betrekking op de samenwerking tussen de personen die tot de vennootschap 
behoren en die met degenen die daar niet toe behoren. Ook die regels raken soms 
het gebruik van persoonsgegevens. 
1 In het onderhavige onderzoek wordt met een Nederlandse multinational een groep van naar Nederlands recht 
opgerichte naamloze en/of besloten vennootschappen bedoeld, die in en builen Nederland werkzaam zijn 
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De vennootschap die persoonsgegevens gebruikt, heeft, zoals gezegd, niet alleen 
met de regels van het vennootschapsrecht en het vermogensrecht te maken. Zij 
heeft voorts te maken met de regels van de Wbp. De Wbp beoogt richtlijn 
95/46/EG in het Nederlandse recht te implementeren. De richtlijn beoogt op haar 
beurt persoonsgegevens te beschermen en tegelijkertijd de beperking van het vrije 
verkeer van persoonsgegevens binnen de EU tegen te gaan. De Wbp bevat voor 
dat doel regels die de rechtmatigheid van het gebruik van persoonsgegevens 
betreffen. De Wbp is publiekrechtelijk georiënteerd. 
De typering van het Nederlandse vennootschaprecht en het vermogensrecht tegen-
over die van de Wbp brengt mee dat een publiekrechtelijke georiënteerde wet het 
gebruik van persoonsgegevens door private vennootschappen beheerst terwijl pri-
vaatrecht de samenwerking beheerst tussen de personen die tot de vennootschap 
behoren en de personen die daar niet toe behoren. Privaatrecht beheerst voorts de 
werkzaamheden waarvoor de vennootschap de persoonsgegevens gebruikt. 
Het voorgaande roept de vraag op of de wetgever bij de implementatie van de 
richtlijn rekening heeft gehouden met de regels van het privaatrecht. Die vraag 
beoogt het onderhavige onderzoek te beantwoorden. Om precies te zijn, beoogt 
het onderzoek het antwoord te vinden op de vraag in hoeverre de regels van de 
Wbp afstemmen op de bestaande regels van het vermogensrecht en het vennoot-
schapsrecht. 
De afstemming van nieuwe regels op bestaande regels is één van de kwaliteitsei-
sen die de wetgever aan wetgeving stelt.2 De kwaliteitseisen beogen de bereidheid 
om regels na te leven te vergroten door te voorkomen dat die regels tekort schie-
ten. De kwaliteitseis van Onderlinge afstemming' beoogt in dat verband inconsis-
tenties en fricties bij de uitvoering en de handhaving van regels op eenzelfde 
niveau te voorkomen. De eis houdt (met name) verband met de kwaliteitseisen van 
rechtmatigheid, uitvoerbaarheid en handhaafbaarheid en met die van doel-
treffendheid en doelmatigheid van wetgeving. 
Om het antwoord te vinden op de vraag in hoeverre de regels van de Wbp afstem-
men op de bestaande regels van het vennootschapsrecht en het vermogensrecht, is 
het niet nodig om alle regels van de Wbp met alle regels van het vennootschaps-
recht en het vermogensrecht te vergelijken. De onderlinge afstemming van regels 
is namelijk alleen van belang in het geval de nieuwe regels eenzelfde of een ver-
want onderwerp hebben als bestaande regels, maar inhoudelijk van die regels ver-
schillen of als de nieuwe regels een ander onderwerp hebben, maar door hun effect 
op de bestaande regels inwerken. In het eerste geval ontbreekt harmonisatie tus-
sen de regels. Het gevaar dreigt dat de regels Onnodig verscheiden zijn'. In het 
2 Kamerstukken II, 1990/1991, 22 008, nrs 1 -2 
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tweede geval ontbreekt coördinatie In dat geval dreigt het gevaar dat de regels 
tegenstrijdig zijn In beide gevallen dreigt uiteindelijk 'overtolligheid'3 van regels 
Gezien het voorgaande is het voor het vinden van het antwoord op de vraag in hoe-
verre de regels van de Wbp afstemmen op die van het vennootschapsrecht en het 
vermogensrecht, 'slechts' nodig de regels van de Wbp die hetzelfde onderwerp 
hebben als of door hun effect mogelijk inwerken op de regels van het vennoot-
schapsrecht en het vermogensrecht, te vergelijken Om die regels te kunnen ver-
gelijken, dienen ze van een gelijke noemer te worden voorzien Die noemer is de 
organisatie die informatie gebruikt 
De organisatie die informatie gebruikt is in deel I in beeld gebracht In hoofdstuk 
2 zijn voor dat doel (ter illustratie en ter inleiding) twee specifieke organisaties 
beschreven en het gebruik dat zij van (bepaalde) informatie maken Het betreft het 
gebruik van informatie van klanten door een (fictief) bankconcern en het gebruik 
van personeelsinformatie door een (eveneens fictief) olieconcern 
In hoofdstuk 3 is de organisatie die informatie gebruikt in het algemeen 
beschreven De organisatie is in dat hoofdstuk beschreven als de verdeling van 
werkzaamheden voor een bepaald doel Het gebruik van informatie volgt de ver-
deling van die werkzaamheden Het doel van de organisatie bepaalt aldus het 
gebruik dat de organisatie van informatie maakt 
De in hoofdstuk 3 beschreven organisatie is in deel II vertaald naar de begrippen 
van het vennootschapsrecht en het vermogensrecht In hoofdstuk 4 is voor dat doel 
aan de hand van het begnp 'groep' de verdeling van de werkzaamheden bespro-
ken tussen vennootschappen die deel van een groep uitmaken en de verdeling van 
de werkzaamheden tussen de personen die tot de vennootschap behoren In dat 
hoofdstuk is aan de orde geweest dat het vennootschapsrecht bepaalde werkzaam-
heden binnen de vennootschap verdeelt over de organen van de vennootschap, dus 
over de algemene vergadering, het bestuur en, eventueel, de raad van commissa-
rissen De vennootschap is (in beginsel) vrij in de verdeling van de overige werk-
zaamheden Die overige werkzaamheden worden in de regel (contractueel) ver-
deeld over de functionaris, de ondergeschikte en de niet ondergeschikte De ver-
deling van de werkzaamheden binnen de vennootschap is (in beginsel) niet anders 
binnen de vennootschap die deel van een groep van vennootschappen uitmaakt 
De centrale leiding die de moeder als aandeelhoudster over de dochter uitoefent, 
brengt wel verschuivingen teweeg in de verdeling van de werkzaamheden over de 
organen van zowel de moeder- als de dochtervennootschap 
De regels die het vennootschapsrecht en het vermogensrecht bevatten met betrek-
king tot de organisatie die informatie gebruikt, zijn besproken in hoofdstuk 7 In 
dat hoofdstuk is besproken dat het vennootschapsrecht een aantal regels bevat 
3 Pnns 1995b ρ 10 
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voor de vennootschap die informatie gebruikt, maar dat het geen regel bevat die 
de rechtsgevolgen van het niet naleven van die regels door de vennootschap regelt. 
Het vermogensrecht kent een dergelijke regel wel. Het bepaalt in artikel 6:162 BW 
dat degene die onrechtmatig handelt, degene dus die in strijd met een recht of met 
een geschreven of ongeschreven plicht handelt, de schade die een ander daardoor 
lijdt, dient te vergoeden Het bepaalde in artikel 6· 162 BW geldt via artikel 2.5 
BW ook voor de vennootschap. 
De in artikel 6:162 BW bedoelde rechten die de vennootschap met betrekking 
tot het gebruik van informatie dient te respecteren, hebben voornamelijk betrek-
king op het gebruik van informatie dat de persoonlijke levenssfeer van de recht-
hebbende raakt. De in artikel 6-162 BW bedoelde geschreven plichten met betrek-
king tot het gebruik van informatie hebben voornamelijk betrekking op bepaald 
gebruik van informatie van personen De voornaamste van de in artikel 6:162 BW 
bedoelde ongeschreven plichten met betrekking tot het gebruik van informatie 
betreft die om informatie behoorlijk te beheren Die plicht vereist in abstracto dat 
informatie juist is en dat informatie op die plaats in de vennootschap is waar zij 
aanwezig behoort te zijn. De plicht vereist in concreto dat het beheer van infor-
matie in de vennootschap is zoals in het maatschappelijk verkeer van een verge-
lijkbare vennootschap (of groep van vennootschappen) verwacht mag worden 
Het niet naleven van de in artikel 6· 162 BW bedoelde rechten en plichten, 
behelst af en toe feitelijk handelen De vennootschap, als fictie van het recht, is 
feitelijk niet tot handelen in staat De vennootschap handelt door middel van 
natuurlijke personen De vennootschap is voor het handelen van die personen aan-
sprakelijk als die personen bevoegd waren om te handelen. De bevoegdheid om te 
handelen hangt af van de hoedanigheid van de handelende persoon. De bevoegd-
heden van de aandeelhouders, de bestuurders en de commissarissen van de ven-
nootschap worden verdeeld door Boek 2 BW De bevoegdheden van de andere 
functionarissen en van de ondergeschikten en niet ondergeschikten worden con-
tractueel verdeeld. De handelende persoon is onder omstandigheden zelf aanspra-
kelijk als de vennootschap niet aansprakelijk is. Het handelen van de bij de ene 
vennootschap betrokken natuurlijke persoon is in principe niet voor rekening van 
de andere vennootschap. De moeder kan, als aandeelhoudster in de dochter, wel 
aansprakelijk zijn jegens een wederpartij van de dochter doordat zij jegens die 
wederpartij in strijd met artikel 6.162 BW handelt 
Het niet naleven van de in artikel 6.162 BW bedoelde rechten en plichten die 
de vennootschap vereist voorts af en toe dat de vennootschap wetenschap van 
informatie heeft De wetenschap van de bij de vennootschap betrokken natuurlij-
ke personen is in beginsel op dezelfde wijze voor rekening van de vennootschap 
als het handelen van die personen 
De in hoofdstuk 3 beschreven organisatie is in deel III vertaald naar de begrippen 
van de Wbp In hoofdstuk 8 is voor dat doel het begnp 'verantwoordelijke' bespro-
ken Het is de natuurlijke of rechtspersoon die het doel voor de verwerking van 
persoonsgegevens vaststelt. De wetsgeschiedenis geeft geen (duidelijk) antwoord 
op de vraag wie het doel vaststelt als de verantwoordelijke een rechtspersoon is 
De rechtspersoon is feitelijk immers niet in staat het doel vast te stellen 
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In hoofdstuk 9 is het begrip 'persoonsgegeven' besproken. Het betreft ieder gege-
ven dat betrekking heeft op een natuurlijke persoon, die door de verantwoordelij-
ke identificeerbaar is. De wetsgeschiedenis geeft geen antwoord op de vraag wie 
die persoon identificeert als de verantwoordelijke een rechtspersoon is. De rechts-
persoon is feitelijk immers niet tot identificatie in staat. 
In hoofdstuk 10 is het begrip 'verwerken' besproken. Het begrip verwijst naar 
elk handelen op basis van persoonsgegevens. De verantwoordelijke verwerkt vol-
gens de wetsgeschiedenis als hij feitelijke macht over de persoonsgegevens heeft. 
De wetsgeschiedenis geeft geen antwoord op de vraag wanneer sprake is van fei-
telijke macht als de verantwoordelijke een rechtspersoon is. 
De regels die de Wbp bevat met betrekking tot de organisatie die informatie 
gebruikt, zijn besproken in hoofdstuk 11. In dat hoofdstuk zijn (onder andere) de 
regels besproken die betrekking hebben op de rechtmatigheid van iedere verwer-
king van persoonsgegevens. Die regels schrijven (onder andere) voor dat per-
soonsgegevens voor een gerechtvaardigd doel verzameld moeten worden en ver-
volgens verwerkt moeten worden voor een met dat doel verenigbaar doel. 
In hoofdstuk 11 zijn vervolgens de regels besproken die betrekking hebben op 
de rechtmatigheid van de verwerking van bijzondere persoonsgegevens. De 
hoofdregel is dat de verwerking van die gegevens verboden is. 
Ook de regels die de rechtmatigheid van de grensoverschrijdende verwerking 
van persoonsgegevens betreffen, zijn in hoofdstuk 11 besproken. Die regels staan 
de doorgifte van persoonsgegevens naar een land buiten de EU onder bepaalde 
voorwaarden toe. 
In hoofdstuk 11 zijn tenslotte de regels besproken die verband houden met de 
transparantie van de verwerking van persoonsgegevens. Het betreft onder andere 
de plicht om de betrokkene en het Cbp, de toezichthoudende autoriteit, uit eigen 
beweging te informeren en de plicht om de betrokken te informeren als die daar 
om verzoekt. 
In het kader van deze samenvatting voert het te ver om dieper op de regels van 
de Wbp in te gaan. Ik volsta met te verwijzen naar de (afrondende) subparagrafen 
aan het eind van iedere paragraaf van hoofdstuk 11. 
Om te komen tot het antwoord op de vraag in hoeverre de regels van de Wbp 
afstemmen op die van het vennootschapsrecht en het vermogensrecht zijn die 
regels in deel IV vergeleken met die van het vennootschapsrecht en het vermo-
gensrecht. 
De conclusie is dat de relevante begrippen van de Wbp geen van drieën op de 
bestaande begrippen van het vennootschapsrecht en het vermogensrecht afstem-
men. De begrippen gaan er aan voorbij dat de vennootschap, als fictie van het 
recht, feitelijk niet in staat is te handelen. De vennootschap is dus niet in staat het 
doel voor de verwerking vast te stellen (waar de definitie van de 'verantwoorde-
lijke' aan voorbij gaat); zij is niet in staat de betrokkene aan de hand van een indi-
rect identificerend gegeven te identificeren (waar de uitleg die de wetgever aan de 
definitie van 'persoonsgegeven' geeft, aan voorbij gaat) en zij is tenslotte niet in 
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staat feitelijke macht over een verwerking uit te oefenen (waar de uitleg die de 
wetgever aan de definitie van 'verwerken' geeft, aan voorbij gaat). 
Gezien het voorgaande verdient het naar mijn mening aanbeveling de begrip-
pen van de Wbp te laten vervallen en te vervangen voor de begrippen van het ven-
nootschapsrecht en het vermogensrecht. 
Ten aanzien van de relevante normen die de Wbp met betrekking tot het 
gebruik van persoonsgegevens bevat, is de conclusie dat een aantal afstemt op het 
bestaande vennootschapsrecht en vermogensrecht. Ik verwijs (onder andere) naar 
de regels die de rechtmatigheid van de verwerking van persoonsgegevens betref-
fen en die een (soms strengere) codificatie vormen van wat op grond van het onge-
schreven recht al geld. Ten aanzien van de regels die niet geheel op het bestaande 
vennootschapsrecht en vermogensrecht afstemmen, is te onderscheiden tussen 
regels die eenzelfde of een verwant onderwerp als die regels hebben en regels die 
een ander onderwerp hebben. Tot de eerste behoren (onder andere) de artikelen die 
de aansprakelijkheid van de verantwoordelijke voor de bewerker en de intern 
beheerder betreffen. Tot de tweede behoren (onder andere) de artikelen die de mel-
dingsplicht betreffen. 
Het voert in het kader van deze samenvatting te ver om dieper op de conclu-
sies in te gaan. Ik volsta met te verwijzen naar de (concluderende) subparagrafen 
aan het eind van iedere paragraaf van hoofdstuk 12. 
In die subparagrafen is ten aanzien van een aantal regels geconcludeerd dat ze 
vermoedelijk niet aan de kwaliteitseis van rechtmatigheid voldoen doordat ze 
richtlijn 95/46/EG niet correct implementeren. Onder andere de regels die de 
grensoverschrijdende verwerking betreffen, zijn 'verdacht'. Daarnaast is van een 
aantal regels onduidelijk of ze de richtlijn juist implementeren doordat de richtlijn 
zelf onduidelijk is. 
In de subparagrafen aan het eind van iedere paragraaf van hoofdstuk 12 is ten 
aanzien van een aantal regels tenslotte geconcludeerd dat ze vermoedelijk niet 
voldoen aan de kwaliteitseis van doelmatigheid en doeltreffendheid doordat de 
inspanningen die ze verlangen niet in verhouding zijn tot het doel dat ze beogen. 
Te denken valt aan de diverse vrijstellingen op het verbod om bijzondere per-
soonsgegevens te verwerken en de diverse vrijstellingen op de plicht om per-
soonsgegevens te melden. Die vrijstellingen bieden door hun gebruiksreguleren-
de aard niet de flexibiliteit die de niet gecodificeerde vermogensrechtelijk plicht 
om informatie behoorlijk te beheren wel biedt. 
Summary 
When using personal data, the Dutch multinational' must observe the regulations 
of Dutch company law and property law on the one hand, and those of the Personal 
Data Protection Act (Wet bescherming persoonsgegevens) on the other. The re-
conciliation of the regulations of the Personal Data Protection Act with those of 
Dutch company law is the focus of the study at hand. 
Dutch company law is primarily found in Book 2 of the Netherlands Civil Code 
(Burgerlijk Wetboek). It is therefore largely private law. Book 2 of the Netherlands 
Civil Code contains, among other things, regulations that give shape to the partial 
legal orders that are the public and private company. These regulations relate to the 
cooperation between the persons who belong to this company. These persons are 
replaceable. The company is independent of these persons. It therefore has its own 
'personality', it is a legal entity. That is to say, the company itself has rights and 
obligations. 
In addition to the regulations pertaining to the cooperation between the persons 
that belong to the company. Book 2 of the Netherlands Civil Code contains regu-
lations concerned with the cooperation with persons who do not belong to the 
company. The regulations are related to the company's status as its own entity and 
the way in which the company can be abused as a result. 
Finally, Book 2 of the Netherlands Civil Code also contains regulations with 
respect to the company that concern the cooperation with and between the com-
panies that belong to a group. These regulations aim to prevent this cooperation 
from having too much of an effect on the company's independence. 
In addition to Book 2 of the Netherlands Civil Code, Dutch company law is also 
contained in particular laws, such as the Works Councils Act (Wet op de 
Ondernemingsraden) and the Commercial Registers Act (Handelsregisterwet). 
1 In the study at hand, a Dutch multinational refers to a group of public and/or private companies established 
under Dutch law which are active inside and outside the Netherlands 
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The company is equal in status to a natural person with regard to property law 
(including the law of obligations). The regulations of property law are found pri-
marily in Book 3 and further of the Netherlands Civil Code. These regulations also 
sometimes relate to the cooperation among the persons who belong to the compa-
ny and cooperation with those who do not. These regulations also sometimes 
touch on the use of personal data. 
A company that uses personal data not only has to deal with company law and 
property law regulations, as mentioned above, it also has to deal with the regula-
tions of the Personal Data Protection Act. The Personal Data Protection Act aims 
to transpose Directive 95/46/EC into Dutch law. The directive in turn aims to pro-
tect personal data and at the same time counter the restriction on the free flow of 
personal data within the EU. To this end, the Personal Data Protection Act contains 
regulations concerning the lawfulness of the use of personal data. The Personal 
Data Protection Act is public laworiented. 
The characterisation of Dutch company law and property law as opposed to the 
Personal Data Protection Act means that a public law-oriented act governs the use 
of personal data by private companies while private law governs the cooperation 
between persons who belong to the company and persons who do not. Private law 
also governs the activities for which the company uses the personal data. 
The foregoing raises the question of whether the legislator took into account the 
regulations of private law in implementing the directive. The study at hand aims 
to answer this question. To be precise, the study aims to answer the question as to 
the extent to which the regulations of the Personal Data Protection Act are recon-
ciled with the existing regulations of property law and company law. 
Reconciling new regulations with existing regulations is one of the quality 
requirements that the legislator imposes on legislation.2 The quality requirements 
aim to increase the willingness to adhere to regulations by preventing shortcom-
ings in these regulations. The quality requirement of 'mutual reconciliation' aims 
in this context to prevent inconsistencies and friction in the execution and enforce-
ment of regulations on the same level. The requirement relates in particular to the 
quality requirements of lawfulness, feasibility and enforceability, and to the effec-
tiveness and efficiency of legislation. 
To find the answer to the question as to the extent to which the regulations of the 
Personal Data Protection Act are reconciled with the existing regulations con-
tained in company law and property law, it is not necessary to compare all the reg-
ulations of the Personal Data Protection Act with all the regulations of company 
law and property law. The mutual reconciliation of regulations is only important 
2 Parliamentary Documents II, 1990/1991, 22 008, nos 1-2 
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in the event that the new regulations pertain to the same topic as the existing re­
gulations, or a related topic, but differ in substance from these regulations, or if 
the new regulations have a different topic, but act on the existing regulations by 
virtue of their effect In the first case, the regulations are not harmonised There is 
the danger that the regulations are 'unnecessanly diverse' In the second case, 
there is a lack of coordination In that case there is the danger that the regulations 
are contradictory In both cases there is ultimately the danger of the 'superfluous-
ness'
3
 of regulations 
Considenng the above, in order to find an answer to the question as to the extent 
to which the regulations of the Personal Data Protection Act reconcile with the 
regulations of company law and property law, it is 'only' necessary to compare the 
regulations of the Personal Data Protection Act that have the same topic as the re­
gulations of company law and property law, or those that through their effect pos­
sibly act on the regulations of company law and property law In order to be able 
to compare these regulations, they must be provided with a common denominator 
This denominator is the organisation that uses information 
The organisation that uses information is sketched out in part I Chapter 2 
describes two specific organisations for that purpose (for the sake of illustration 
and introduction) and the use that they make of (certain) information The exam­
ples concern the use of customer information by a (fictional) banking group and 
the use of personnel information by an (also fictional) oil group 
Chapter 3 describes the organisation that uses the information in general In this 
chapter, the organisation is descnbed as the division of activities for a particular 
goal The use of information follows the division of those activities The goal of 
the organisation therefore determines the use that the organisation makes of infor­
mation 
The organisation descnbed in chapter 3 is translated in part II into the terms of 
company law and property law To that end, chapter 4 uses the term 'group' to dis­
cuss the division of activities among companies who make up a group and the 
division of activities among the persons who belong to the company In that chap­
ter, it is pointed out that company law divides certain activities within the compa­
ny among the company bodies, therefore among the general meeting, the man­
agement board and possibly the supervisory board The company is (in pnnciple) 
free in how it allocates the other activities These other activities are as a rule (con­
tractually) divided among the officer, the subordinate and the non-subordinate 
The division of activities within the company is (in pnnciple) no different in a 
company that belongs to a group of companies The central leadership exercised 
3 Pnns 1995b ρ 10 
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by the parent company as shareholder in the subsidiary does cause shifts in the 
division of the activities among the bodies of both the parent company and the 
subsidiary. 
The regulations that company law and property law contain with regard to the 
organisation that uses information are discussed in chapter 7. That chapter points 
out that company law contains a number of regulations for the company that uses 
information, but that it does not contain any regulation that provides for the legal 
consequences if the company does not comply with these regulations. Property 
law does have such a rule. It determines in Article 6:162 of the Netherlands Civil 
Code that anyone who acts unlawfully - anyone, therefore, who acts in contra-
vention to a right or a written or unwritten duty - must compensate the damage 
suffered by another as a result. The provisions of Article 6:162 of the Netherlands 
Civil Code apply also for the company via Article 2:5 of the Netherlands Civil 
Code. 
The rights referred to in Article 6:162 of the Netherlands Civil Code, which the 
company must respect with regard to the use of information, are primarily con-
cerned with the use of information that affects the personal life of the right hol-
der. The written duties mentioned in Article 6:162 of the Netherlands Civil Code, 
with regard to the use of information, are primarily concerned with particular use 
of people's information. The most important of the unwritten duties referred to in 
Article 6:162 of the Netherlands Civil Code with regard to the use of information 
is the duty to manage information properly. In abstract terms, this duty requires 
that information be accurate and that it be stored at the particular place in the com-
pany where it should be present. In concrete terms, this duty requires that the com-
pany manage information in a manner that can be expected of the social and eco-
nomic conduct of a comparable company (or group of companies). 
The failure to comply with the rights and duties referred to in Article 6:162 of the 
Netherlands Civil Code entails actual actions from time to time. The company, as 
a fiction of the law, is in reality not able to undertake action. The company acts by 
means of natural persons. The company is liable for the actions of these persons 
if these persons were authorised to act. The authority to act depends on the capa-
city of the acting person. The authorities of the shareholders, the managing direc-
tors and the supervisory board members of the company are allocated by Book 2 
of the Netherlands Civil Code. The powers of the other officers and of the subor-
dinates and non-subordinates are allocated contractually. The acting person is 
himself liable under the circumstances if the company is not liable. The action of 
the natural person involved with one company is, in principle, not on the account 
of the other company. The parent company can, as shareholder in the subsidiary, 
be liable to a counterparty of the subsidiary because it acts in violation of Article 
6:162 of the Netherlands Civil Code with respect to the counterparty. 
The failure to comply with the rights and duties mentioned in Article 6:162 of the 
Netherlands Civil Code requires now and then that the company have knowledge 
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of information. The knowledge of the natural persons involved in the company is, 
in principle, in the same manner on the company's account as the actions of these 
persons. 
The organisation described in chapter 3 is translated in part III into the terms of 
the Personal Data Protection Act. To this end, the term 'data controller' is dis-
cussed in chapter 8. This is the natural person or legal entity that determines the 
purpose of processing the personal data. The legislative history does not give a 
(clear) answer to the question as to who determines the purpose if the data con-
troller is a legal entity. After all, the legal entity is not actually able to determine 
a purpose. 
The term 'personal data' is discussed in chapter 9. This is defined as every piece 
of information that relates to a natural person who can be identified by the data 
controller. The legislative history does not answer the question as to who identi-
fies this person if the data controller is a legal entity. After all, the legal entity is 
not actually able to identify anyone. 
The term 'processing' is discussed in chapter 10. 'Processing' refers to any action 
based on the personal data. According to the legislative history, the data controller 
processes data when he has actual control of the personal data. The legislative his-
tory does not answer the question as to what defines actual control if the data con-
troller is a legal entity. 
The regulations that the Personal Data Protection Act contains with respect to the 
organisation that uses information are discussed in chapter 11. That chapter dis-
cusses the regulations pertaining to the lawfulness of each instance of personal 
data processing. These regulations prescribe, among other things, that personal 
data must be gathered for a justified purpose and must subsequently be processed 
for an aim compatible with that purpose. 
Chapter 11 goes on to discuss the regulations related to the lawfulness of pro-
cessing particular personal data. The main rule is that the processing of these data 
is prohibited. 
The regulations pertaining to the lawfulness of the cross-border processing of per-
sonal data are also discussed in chapter 11. These regulations permit the transfer 
of personal data to a country outside of the EU under certain conditions. 
Finally, chapter 11 discusses the regulations related to the transparency of person-
al data processing. These regulations touch on, among other things, the duty to 
inform the person involved and the Dutch Data Protection Authority (Cbp) on 
one's own initiative, and the duty to further inform the person involved if he or she 
so requests. 
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It would be beyond the scope of this summary to go any deeper into the regula-
tions of the Personal Data Protection Act. I suffice with a reference to the (con-
cluding) subsections at the end of each section of chapter 11. 
In order to arrive at an answer to the question as to the extent to which the regu-
lations of the Personal Data Protection Act reconcile with those of company law 
and property law, these regulations are compared with those of company law and 
property law in part IV. 
The conclusion is that none of the three relevant terms of the Personal Data 
Protection Act are reconciled with the existing terms of company law and proper-
ty law. The terms overlook the fact that the company, as a fiction of the law, is not 
actually able to undertake action. The company is therefore not able to determine 
the purpose for the data processing (which the definition of 'data controller' over-
looks); it is not able to identify the person involved using an indirectly identifying 
piece of data (which the interpretation given by the legislator to the definition of 
'personal data' overlooks) and it is finally not able to exercise actual control over 
processing (which the interpretation that the legislator gives to 'processing' over-
looks). 
Considering the above, it is advisable that the terms of the Personal Data 
Protection Act be allowed to lapse and be replaced with the terms of company law 
and property law. 
With regard to the relevant standards that the Personal Data Protection Act con-
tains with regard to the use of personal data, the conclusion is that a number of 
these are reconciled with existing company law and property law. I refer to the re-
gulations that concern the lawfulness of the processing of personal data and that 
constitute a (sometimes stricter) codification of what already applied on grounds 
of the unwritten law. With regard to the regulations that do not reconcile entirely 
with existing company law and property law, a distinction can be made between 
regulations that concern the same topic as these regulations or a related topic, and 
regulations that concern a different topic. The former include the articles pertain-
ing to the responsible party's liability for the processor and the internal controller. 
The latter include the articles that concern the notification duty. 
It would be beyond the scope of this summary to go deeper into the conclusions. 
I suffice with reference to the (concluding) subsections at the end of each section 
of chapter 12. 
In these subsections, it is concluded that a number of regulations presumably do 
not satisfy the quality requirement of lawfulness because they do not correctly 
implement Directive 95/46/EC. Among others, the regulations that concern cross-
border processing are 'suspect'. It is also unclear whether a number of regulations 
correctly implement the directive, since the directive itself is unclear. 
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In the subsections at the end of each section of chapter 12, it is finally concluded 
that a number of regulations presumably do not satisfy the quality requirement of 
effectiveness and efficiency, since the efforts they call for are disproportionate to 
the goal they envision. Take for example the various exemptions to the prohibition 
on processing special personal data and the various exemptions to the duty to 
report personal data. Because they aim to regulate use, these exemptions do not 
offer the flexibility that the non-codified requirement to manage information 
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128 1 
Opt-in | 115 2 2 
Opt-out | 11 5 2 2, 11 5 2 3 
Organisatietheorie | 3 2 
Organisatorische verbondenheid | 4 1, 
4 8,4 8 3,4 8 4 , 4 9 1 ,492 
Overtolligheid | 1 5 
Ρ 
Passagiersgegevens | 1 1 3 2 1 , 1 1 5 2 2 
Passend niveau | 10 6, 11 5 1, 11 5 2 2, 
11 5 2 3, 115 24, 11 5 3, 12 7 2, 
1273 
Personeelsadministratie | 7 2 3, 
1 1 4 2 5 , 11 5 1 1, 11 5 2 3 , 11 6 1 2 
Personele unie | 4 8 3, 4 9 2 
Persoonlijke levenssfeer | 7 2 2 2, 7 5, 
8 1 1,93 1,95, 106, 11 3 2 1, 
11 3 5, 114 1, 11 5 22, 11 5 4 2, 
11 6 3 1, 125 1, 128 1, 12 8 3 
Persoonlijkheidsrecht | 7 2 2, 7 2 2 2, 
125 1 
PET | 11 3 5, 12 5 3 
Planning- en controlesysteem | 4 8 4 
Pluraliteit | 8 4, 8 4 1 4, 8 4 1 5 
Poolovereenkomst | 4 8 3 
Precontractuele fase | 113 2 1 
Privacy policy | 115 2 2 
Pnvacystatement | 11 6 2 
Privacywetgeving | 1 1 
Proportionaliteit | 113 2 1 
Pseudoniem | 9 4 1 
R 
Raad van commissarissen | 4 2, 4 3 2, 
4 4 1,45,45 1,452, 4 8 4 , 7 2 3 , 
1283 
Ras | 114, 114 1, 114 2 2, 12 6 1 
Rechtmatig | 1 3, 1 5, 4 4 1, 10 2, 
11 1, 11 5 2 3 , 125, 1252, 12 5 3 
Rechtspersoon | 1 2, 4 2, 4 3 2, 4 3 3, 
4 4 1 , 4 6 2 , 4 8 , 4 9 1,723, 7 2 4 , 
7 3, 7 3 2 1,7 4, 8 1 2, 8 3, 8 3 1, 
8 3 2, 8 3 3, 84, 8 4 2 , 8 4 2 1, 
8 4 2 3, 8 4 2 4, 8 6, 9 3 2, 9 4 2, 
9 5 , 104, 11 3 2 1, 11 3 4, 11 3 5, 
11 4 2 6 , 115 11, 122 1, 12 2 2, 
12 5 1 
Rechtssubject | 1 2, 4 2, 7 3 2 1, 8 3 2, 
11 5 2 4 , 122 1, 1223, 12 3 1, 
12 7 2 
Rechtszekerheid | 8 4 1 5, 12 1, 12 7 2 
Reikwijdte | 7 2, 9 2, 11 5, 11 5 1, 
11 5 3, 12 7, 12 7 2, 12 7 3 
Relationele privacy | 8 1 1 
Risicobeheer | 2 2 2 3 
S 
Safe harbor | 11 5 2 2, 11 5 2 4 
Screening | 113 2 1 
Specialisatie 3 2 2 
Spontane herkenning | 9 4 1 
Statistiek | 9 4 2, 11 2 2, 11 4 1 
Statutaire verantwoordelijke | 8 4 2 2 
Statuten | 4 2, 4 3, 4 3 1, 4 3 2, 4 3 3, 
4 4 1 , 4 4 2 , 4 5 1 , 4 5 2 , 4 6 2 , 
4 8 1,4 8 4, 7 2 3, 7 3 1,8 4 2, 
8 4 2 1 , 8 4 2 2 , 8 5 2 , 1 1 3 2 1, 
12 2 1, 12 2 2, 12 5 3, 12 8 1 
Strafrecht | 2 2 2 3, 7 2 3, 7 4, 11 4, 
1 1 4 2 6 , 1 1 6 2 3 , 1 1 6 3 2 
Structuurvennootschap | 4 3 2 
Subjectieve benadering | 5 2, 9 4 2, 
9 5 , 123 1, 1232, 1233 
Subsidiariteit | 1 5, 11 3 2 1 
Τ 
Taakvervulling | 7 3 2 1 ,732 2, 7 3 3 
Tegenstrijdig belang | 4 4 2, 4 5, 4 5 2, 
7 3 3 
Toepassingsbereik | 111,112 
Toestemming | 4 8 4, 10 2, 11 3 2 1, 
11 3 7, 114 1, 11 5 2 3, 11 5 24, 
1 2 5 2 
342 Trefwoordenregister 
Toezicht | 2.2.2.3,4.5,4.5.1,4.8.4, 
7.3.3,8.4.2.3, 11.1, 11.3.2.2, 12.2.2, 
12.2.3, 12.8.2, 12.8.3 
Toezichthouder | 1.7, 11.5.2.4, 11.6.1, 
12.7.2, 12.8.3 
Transparantie | 7.2.3,8.3.2,11.1, 
11.5.2.2, 11.5.2.4, 11.6, 11.6.1, 
11.6.3, 11.6.3.1, 11.6.4, 12.5, 12.8, 
12.8.1, 12.8.2, 12.8.3 
V 
Vastleggen | 7.2.2.2, 7.2.3, 10.1, 10.3, 
11.6.2.2 
Veiligheid | 2.3.2.2, 11.2.1.1, 11.2.1.4, 
11.5.2.4 
Vennootschap onder firma | 4.2 
Verbintenissenrecht | 1.2 
Vereenzelviging | 7.3.6,7.3.6.1,7.4, 
8.3.2, 12.2.1 
Vergunning | 7.2.3, 11.4.2.6, 11.5.2.1, 
11.5.2.4, 11.5.3, 12.7.2, 12.7.3 
Verkeersopvatting | 7.2.4 
Verklaring van geen bezwaar | 4.2, 
4.3.1,8.4.4.2, 12.5.3 
Vermogensrecht | 1.2, 1.3, 1.4, 1.6, 
1.7, 1.8, 1.9,2.1,4.6,5.2,5.3,6.2, 
6.3,7.1,7.2.1,7.2.2.1,7.2.2.2, 
7.3.4,7.3.4.1, 11.5.2.4, 12.2.1, 
12.2.3, 12.3.1, 12.3.3, 12.4.1, 
12.4.3, 12.5.1, 12.5.3, 12.6.3, 
12.7.3, 12.8.1, 12.8.3, 12.9 
Verstrekken | 1.1,2.2.2.1,7.2.2.2, 
7.2.3,7.2.4,8.4.1.1, 10.1, 10.3, 
10.4, 10.6, 10.7, 11.3.2.2, 11.4.2.6, 
11.5.2.2, 11.5.2.4, 11.6.2.2, 
11.6.3.1, 12.4.2, 12.4.3, 12.8.2 
Vertegenwoordigen | 4.4.2, 4.5, 4.5.2, 
4.6.2,7.3.2.2,7.3.4.2,7.4, 11.5.2.1, 
11.5.2.4 
Vertrouwensbeginsel | 5.2, 7.2.4, 
7.3.4.1,7.4,8.3.1,8.3.3, 12.3.1 
Verzameldoel | 11.3.2.2, 11.3.3, 
11.3.4, 11.3.7, 12.5.2 
Verzamelen | 1.1,2.3.2.2,3.4,7.2.3, 
7.2.4, 10.1, 10.3, 10.4, 10.7, 
11.3.2.2, 12.2.3, 12.4.2, 12.4.3 
Verzekeraar | 7.2.4,7.4,8.4, 11.3.2.2, 
11.4.2.5, 11.5.2.3 
Verzet | 7.4, 11.5.2.2, 11.5.2.4, 11.6.3, 
11.6.3.3, 11.6.4, 12.8.2, 12.8.3 
Vestiging 7.2.1, 8.4.2.4, 10.5, 11.5.1, 
11.5.1.1, 11.5.1.2, 11.5.2.1, 
11.5.2.4, 11.5.3, 12.7.2, 12.7.3 
Vitaal belang | 11.3.2.1, 11.5.2.3 
Volmacht | 4.6.2, 7.3.4.2, 4.6.2, 7.3.4.2 
Voorafgaand onderzoek | 11.4.2.6, 
11.6.1.1, 11.6.1.2, 12.8.2, 12.8.3 
Vorderingsrecht | 7.2.2.1 
Vrijstelling | 11.2.2.2,11.2.3,11.3.2.1, 
11.3.3, 11.4, 11.4.1, 11.4.2, 
11.4.2.2, 11.4.2.3, 11.4.2.4, 
11.4.2.5, 11.4.2.6, 11.4.3, 11.5.2.4, 
11.6.1, 11.6.1.2, 11.6.2.3, 11.6.4, 
12.6.2, 12.6.3, 12.7.3, 12.8.2, 
12.8.3, 12.9 
W 
Waarborgen | 11.3.2.2, 11.4.1, 
11.4.2.6, 11.5.2.3, 11.5.2.4, 11.5.3, 
12.5.2, 12.7.2, 12.7.3 
Waarnemen | 10.3, 10.4 
Website | 2.2.2.2, 10.6, 11.2.1.3, 
11.5.1.1, 11.5.1.2, 12.7.2 
Wetenschappelijk onderzoek | 11.2.2, 
11.4.1 
Wissensvertreter | 7.4, 9.4.2 
Ζ 
Zaak | 7.2.2.1 
Zeggenschap | 4.6,4.8,4.8.1,4.8.2, 
4.8.4, 7.3.6.2, 7.4, 8.4.2.1, 8.4.2.3, 
11.5.1.2, 12.3.1 
Zelfbeschikking | 7.2.2.2 
Zelfregulering | 11.5.2.2 
Zetel | 7.2.1, 11.5.1.1, 12.7.3 
Zorgvuldig | 11.3.1, 11.3.4, 12.5.2, 
12.5.3 
Zwaarwegend belang | 11.4.1 
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