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Abstract 
The present work proposes a WMN (Wireless Mesh Networks) emergency design for 
public security, a robust and easy deployment meshed network, applied to government 
agencies communications (hospitals, Peruvian National Police, Volunteer Firefighters and 
City Halls) in Arequipa’s downtown. 
Urban WMN Parameters and requirements are defined; services will be supported inside 
the emergency network in order to calculate traffic’s capacity, in case of maximum 
resources use; as well as topology from range, base station and user’s quantity, network 
devices and ground features. 
Topology is exposed by design which addressing is based in the AODV (Ad Hoc OnDemand 
Vector Routing) protocol. This protocol does not generates overloading because of its 
reactive type what is convenient in case of emergencies and disasters. The WMN is limited 
to 60 users, between static and mobile users. Static users are located inside government 
agencies, where base stations will be installed, which have been determinated of 
different types inside the topology (parallel station, repeater station and terminal 
station), responsibles of route creation. Mobile users log in the WMN through beacon 
stations. 
Base stations are linked by directional antennas with high gain and very thin beam which 
allows us to link stations that with 2 km of distance. A base station can be linked to one 
or more stations. When it’s connected to a single station is a terminal station, when 
connected to more than one station is a repeater station. The one that has provider’s 
Internet connection is a passarella station. Beacon stations are shaped by 4 sectorial 
antennas that emulate an omnidirectional antenna that irradiates 2 km coverage for 
WMN mobile user’s access. Those stations work convergently to provide access and 
services inside the emergency network. 
Part of the proposal development is an electric alarm system design, which measures the 
network device’s electric current and voltage of each station; an alert email is sent in case 
of voltage and electric current increase or decrease, as well as battery state in case of 
energy blackout. 
Radiomobile is used to evaluate topology using frequency, ground, antenna features, etc, 
this in order to discard nonviable directional links between stations, selecting those which 
are feasible for the proposal. 
The NS2 (Network Simulator 2) is used to redesign a topology from feasible links obtained 
from the Radiomobile simulation, in order to evaluate requirements fulfillment of the 
WMN service, like AODV protocol correct operation inside the topology in case of 
  
intermittence or not, and in a disaster scenario, where simulation results will be obtained 
from AWK filters. 
The electric alarm system is made with a mycrocontroller based on PIC197J60 design. The 
system source code is made in C++, graphic web GUI is made in HTML and a PCB design. 
A system test is made from source code debugging inside Microchip PIC197J60 module 
emulating an alarm through voltage decrease to send a specific alert email to authorized 
user accounts. 
 
Resumen 
El presente trabajo propone un diseño de una WMN (Wireless Mesh Netwoks) de 
emergencia para la seguridad pública, una red mallada robusta y de fácil despliegue, 
aplicada a las comunicaciones entre los organismos gubernamentales (hospitales, Policía 
Nacional del Perú, Cuerpo de Bomberos Voluntarios y Municipio) en el centro de la ciudad 
de Arequipa. 
Se definen los parámetros y requisitos de una WMN en una zona urbana, los servicios que 
serán soportados dentro de la red de emergencia para calcular la capacidad de tráfico 
total en caso de uso máximo de los recursos, así como de una topología desde el alcance, 
cantidad de estaciones base y usuarios, dispositivos específicos de red y características 
del terreno. 
El diseño expone una topología cuyo direccionamiento se basa en el protocolo AODV (Ad 
Hoc On-Demand Vector Routing) que no genera sobrecarga, ya que es del tipo Reactivo, 
lo que resulta muy conveniente en caso de emergencias y desastres. 
La WMN se limita a 60 usuarios, entre fijos y móviles, los usuarios fijos se encuentran 
dentro de los organismos gubernamentales donde se instalarán las estaciones base, las 
cuales son de diferentes tipos dentro de la topología (estación pasarela, repetidora y 
terminal) encargadas de la creación de rutas y los usuarios móviles, los cuales acceden a 
la WMN a través de las denominadas estaciones faro. 
Las estaciones base se unen por antenas direccionales de alta ganancia y haz muy Fino, lo 
cual nos permite enlazar estaciones de hasta 2 kilómetros de distancia entre ellas. Una 
estación base puede unirse a una o más estaciones. Cuando se une a una se denomina 
estación terminal y a más se denomina estación repetidora. También denominamos 
estación pasarela a aquella que posee la conexión de Internet del proveedor. Las 
estaciones faro están conformadas por 4 antenas sectoriales que emulan una antena 
omnidireccional que irradiará una cobertura de radio de 2 kilómetros para el acceso de 
usuarios móviles a la WMN. Dichas estaciones trabajan de manera convergente para el 
acceso y prestación de los servicios a los usuarios dentro de la red de emergencia. 
  
También, parte del desarrollo de la propuesta es el diseño de un sistema de alarmas 
eléctricas, que mide los estados de corriente y voltaje de los dispositivos de red de cada 
estación; donde envía un email de mensaje de alerta específico en caso de aumentos y 
diminuciones de voltaje y corriente de los equipos, así como el estado de las baterías en 
caso de apagones. 
Se utiliza el Radiomobile, software que evalúa radioenlaces, donde la finalidad es evaluar 
la topología haciendo uso de los parámetros de frecuencia, terreno, propiedades de las 
antenas, etc., con el propósito de descartar los enlaces direccionales no viables entre las 
estaciones, seleccionando así aquellos que sean factibles para la propuesta. Se utiliza el 
NS2 (Network Simulator 2) para rediseñar una topología desde los enlaces factibles 
tomados de la simulación con Radiomobile, para evaluar el cumplimiento de los 
requerimientos del servicio prestado en la WMN, como el correcto funcionamiento del 
protocolo AODV dentro de la topología en casos que haya o no haya interferencias, y en 
caso de desastre donde los resultados de las simulaciones serán extraídos por filtros AWK. 
El sistema de alarmas eléctricas se realiza con un microcontrolador basado en el 
PIC197J60, se crea un código fuente (C++), una interfaz gráfica web HTML y un diseño 
PCB. Se elabora una prueba del sistema desde la depuración del código dentro de un 
módulo Microchip PIC197J60 emulando una alarma a través de una disminución de 
voltaje para el envío de un e-mail de alerta especifico a las cuentas de los usuarios 
autorizados. 
