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Mokslininkai, analizuodami informacijos auditą, pažymi šio audito svarbą ir įvairius jo aspektus, tačiau 
praktinėje veikloje informacijos auditas neįsitvirtinęs. Informacijos auditas dar neturi parengtų standar-
tų ir metodikų bei labiau panašus į mokslinę veiklą. Siekiant sukurti pagrindą legitimiai bazei, straipsnyje 
yra atliekamas informacijos audito pozicionavimas bendroje audito aplinkoje. Tyrimo metu įvertinamos 
audito rūšys, jos struktūrizuojamos ir atliekama informacijos audito bei kitų audito rūšių lyginamoji ana-
lizė pagal funkcinį ir kitus  požymius.
Pagrindiniai žodžiai: informacijos auditas, duomenų (informacinių sistemų) auditas, veiklos audi-
tas, atitikimo (teisėtumo) auditas, informacijos valdymas, auditorių nepriklausomumas.
Informacijos audito problematikos 
aktualumas 
Auditas lietuvoje kasmet tampa vis popu-
liaresnis,	 įsitvirtina	 praktikoje	 ir	 teisinėje	
bazėje.	Šį	terminą	vis	dažniau	vartoja	įmo-
nių	 vadovai,	 vadybininkai,	 buhalteriai	 ir	
paprasti	visuomenės	nariai.	Didėja	ir	audito	
sritys,	 teikiamos	vis	 įvairesnės	 ir	geresnės	
paslaugos	 (J.	 Mackevičius,	 2001).	 Audi-
tas	 organizacijose	 įgauna	 naujas	 formas	
(H.	Botha,	J.	A.	Boon,	2003).	Rinkoje	daž-
nai	susiklosto	tokios	sąlygos	ir	aplinkybės,	
kai	 be	 audito	 negalima	 išspręsti	 daugelio	
svarbių	 problemų,	 pavyzdžiui,	 informaci-
jos vadybos kontekste informacijos auditas 
laikomas	įrankiu,	padedančiu	valdyti	infor-
maciją,	 suderinti	 informacijos	 poreikius	 ir	
veiklos	uždavinius,	nustatyti,	ar	organizaci-
jos ištekliai naudojami taupiai, efektyviai ir 
rezultatyviai	(J.	Mackevičius,	2003).	Infor-
8macijos	auditas	turi	padėti	identifikuoti	pro-
blemas ir pateikti rekomendacijas (Z. Atko-
čiūnienė,	2009).
Informacijos audito problematika ti-
riama	 jau	daugiau	kaip	du	dešimtmečius.	
Mokslinėje	literatūroje	ryškinamos	įvairios	
informacijos	 audito	 apibrėžtys.	 E.	 Orna	
(1999)	 informacijos	auditą	apibrėžia	kaip	
sistemingą	 informacijos	 panaudojimo,	 iš-
teklių	ir	srautų,	parengtų	pagal	dokumen-
tinius	šaltinius,	patikrinimą.	G.	D.	Swash	
(1997)	 pažymi,	 kad	 informacijos	 auditas	
išryškina informacijos valdymo klaidas, 
spragas ir problemas. S. Henzel (2001) 
pateikia	 išsamų	 informacijos	 audito	 mo-
delį,	 pagrįstą	 konkrečia	 metodika	 ir	 ge-
riausios	 praktikos	 pavyzdžiais.	 Konkretų	
ir	 nuoseklų	 informacijos	 audito	 septynių	
lygmenų	modelį	pateikia	informacijos	va-
dybos teoretikas t. Wilson (1999). Straips-
nyje	 analizuojamą	 problematiką	 taip	 pat	
tyrė	 ir	 kiti	 užsienio	 bei	 Lietuvos	moksli-
ninkai	 –	A.	 Booth	 (1994);	 E.	 M.	 Cortez	
ir e. J. Kazlauskas (1996); P. Drucker 
(1993); C. P. r. Dubois (1995); G. robert-
son	 (1994);	 C.	 F.	 Burke	 ir	 F.	W.	 Horton	
(1988);	 Z.	 Atkočiūnienė	 (2009),	 R.	 Gu-
dauskas	(2004)	ir	kt.	
Galima	 teigti,	 kad	 nėra	 visuotinai	 pri-
pažinto	informacijos	audito	modelio,	kuris	
tiktų	 kiekvienai	 organizacijai,	 nes	 skiriasi	
organizacijų	 darbo	 pobūdis,	 iškelti	 tikslai,	




•	 Kokia	 organizacijos	 aplinka?	 Kokie	













atitinka poreikius ir standartus?
•	 Kokie	pokyčiai	rekomenduojami?
•	 Kokios	 priežastys	 lėmė	 informacijos	
audito	 atsiradimą	 ir	 kokios	 svarbiau-






informacijos audito praktinio taikymo ben-
drų	 ir	 įtvirtintų	 standartų	 bei	 metodikos.	
Šios	priežastys	 lemia	 informacijos	 audito	
taikymo	 praktinėje	 veikloje	 probleminį	
lauką:	





tas tiek teoriniu, tiek praktiniu lygme-
niu.
2.	 Užsakovams	nėra	aiškiai	apibrėžtos	in-
formacijos audito paslaugos ir nenusta-




Įvardyta	 problematika	 suponuoja	 šio	
straipsnio tikslą –	 nustatyti	 informacijos	









•	 Nustatyti	 informacijos	 audito	 ir	 kitų	
audito	rūšių	sąsajas.
•	 Įvertinti	teorinės	ir	praktinės	audito	ba-
zės	 perimamumo	 ir	 savarankiškos	 in-
formacijos	audito	 teorinės	 ir	praktinės	
bazės	formavimo	galimybes.
Informacijos audito pozicionavimas 
atliekamas	naudojant	sisteminę	mokslinės	




jant	 oficialius	 dokumentus.	 Šiuos	 doku-
mentus	galima	sugrupuoti	į	dvi	grupes:
•	 Pirmos	grupės	dokumentai	–	tai	įvairūs	
audito standartai ir juos išaiškinantys 
dokumentai	–	gairės,	vadovai,	metme-
nys.	 Šios	 grupės	 dokumentų	 šaltiniai	
yra	visuomeninės	organizacijos	–	IFAC	
(Tarptautinė	buhalterių	asociacija),	IIA	





•	 Antros	 grupės	 dokumentai	 –	 tai	 re-
miantis	 pirmos	 grupės	 dokumentais	
parengtos audito ataskaitos. Šios gru-




institucijų	 vidaus	 audito	 tarnybų	 atas-
kaitos), INtOSAI WGItA (INtOSAI 
Informacinių	 technologijų	 darbo	 gru-
pės)	veiklos	audito	ataskaitų	duomenų	
bazė	 ir	 ISACA	 Informacinių	 techno-
logijų	 strateginio	 valdymo	 instituto	
(ITGI)	duomenų	baze.
Audito rūšys ir jų ypatumai
Siekiant	 sukurti	 pagrindą	 legitimiai	 bazei	
yra tikslinga atlikti informacijos audito po-
zicionavimą	bendroje	audito	aplinkoje.	Ty-
rimo	metu	keliama	hipotezė,	kad	daugeliu	
atvejų	 informacijos	 auditas	 gali	 būti	 kitų	
audito	rūšių	dalis.	Toks	informacijos	audito	
tyrimo	 būdas	 leistų	 nustatyti	 gaires	 infor-
macijos audito koncepcijoms, standartams 
ir kitiems legitimiems dokumentams.
Informacijos audito pozicionavimui 
tyrimo	 metu	 pirmiausia	 įvertinama	 esa-
mų	audito	 rūšių	visuma,	pagal	nustatytus	
požymius	 ir	 ji	 struktūrizuojama.	 Paskui	
nustatomas	 santykis	 su	 struktūriniais	 ele-
mentais	 –	 audito	 rūšimis	 ir	 identifikuoja-
mas	informacijos	auditas	kaip	struktūrinis	
audito visumos elementas. 
Audito	rūšis	pagal	tam	tikrus	požymius	









mas	į:	finansinį, valdymo, veiklos, socialinį 
ir	 t.	 t.	 J.	Mackevičius	 (2001)	 taip	 pat	 at-




džiui,	atitikimo	 (kituose	 šaltiniuose	–	 tei-
sėtumo),	duomenų (informacinių) sistemų 
auditai.	Tačiau	kai	kurios	 su	 informacine	
veikla	susijusios	audito	rūšys	liko	minėto	
autoriaus neaptartos.  
Su informacine veikla susijusias au-
dito	 rūšis	 –	 komunikacijos, informacijos 
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sistemų, žinių auditą	 –	 išskyrė	H.	Botha,	
J.	A.	Boon	(2003).
Audito	 sąvoka	 suponuoja	 legitimias	
sąvokas	 –	 standartus,	 etikos	 kodeksus,	
reikalavimus	 profesinei	 kvalifikacijai.	
Praktiškai audito standartai teikia galimy-
bę	 užsakovams	 ir	 auditoriams	 nusistatyti	
minimalų	 paslaugų	 lygį	 ir	 atsakomybę.	
Istoriškai labiausiai yra reglamentuojamas 
finansinis	 auditas.	 Ši	 audito	 rūšis	 yra	 se-
niausia,	 kilusi	XIX	 amžiuje.	 Pakankamai	
reglamentuoti	 ir	naujesni	–	veiklos, infor-
macinių sistemų	–	auditai.	 Jų	užuomazgų	
atsirado septintajame XX a. dešimtmetyje, 
tačiau	jie	formavosi	turėdami	ryšį	su	finan-
siniu	auditu	 ir	 todėl	 turi	 suformuluotus	 ir	
viešai	pripažintus	standartus.
Atsižvelgiant	 į	 tai,	kas	atlieka	auditą	 ir	
kokia	jo	apimtis,	auditas	skirstomas	į	išorės, 
vidaus ir valstybinį. Pagal privalomumo po-
žymį	auditas	gali	būti	skirstomas	į	privalo-





Pavyzdžiui,	 apie	 informacijos	 auditui	 ar-
timą	žinių	auditą	R.	Gudauskas	 ir	S.	Ra-
manauskienė	 teigia,	 kad	 žinių	 auditas	
yra mokslinis ir sisteminis organizacijos 
žinių	 išteklių	 patikrinimas	 ir	 įvertinimas	
(2004).	 Informacijos	 auditas	 taip	 pat	 dar	
neturi	 nusistovėjusios	 legitimios	 bazės	 ir	
tuo	yra	panašus	į	mokslinę	veiklą.	Be	to,	
informacijos	 auditas	 Lietuvoje	 neįsitvir-
tinęs,	 nepavyko	 nustatyti	 informacijos	
audito	praktinių	pavyzdžių.	Darytina	prie-
laida, kad informacijos auditas yra nauja 
veiklos	rūšis,	todėl	dar	nepasiekusi	reikia-
mos brandos.
Straipsnyje aptarta, kad auditas klasi-
fikuojamas	 pagal	 įvairius	 požymius,	 ta-
čiau	nebuvo	pabrėžta,	kurie	požymiai	yra	
svarbiausi.	V.	Lakis	(2007)	monografijoje	
pažymi,	 kad,	 norint	 išskirti	 audito	 rūšis,	
svarbiausi	 yra	 du	 požymiai:	 institucinė	
priklausomybė	 ir	 funkcinė	 priklausomy-
bė.	 Kiti	 požymiai	 neturi	 įtakos	 nei	 audi-
tui organizuoti, nei taikomiems testams 
ir	 procedūroms,	 todėl	 juos	 galima	 laikyti	
nereikšmingais	 (Lakis,	 2007).	 Matoma	
valstybinio	 ir	 privataus	 sektorių	 audito	
standartų	 integralumo	 tendencijų.	 Taigi	
galima prognozuoti, kad informacijos au-
dito	 pozicionavimas	 funkciniu	 požiūriu	
tampa svarbiausiu. toliau straipsnyje, ana-
lizuojant	informacinio	audito	ir	kitų	audito	
rūšių	(finansinio, veiklos, atitikimo (teisė-
tumo) ir duomenų (informacinių) sistemų 
auditų	sąsajas,	prioritetas	teikiamas	infor-
macijos audito pozicionavimui pagal funk-
cinį	požymį,	 tačiau	vėliau	bus	atsižvelgta	
ir	į	kitus	požymius.
Informacijos audito ir kitų audito 
rūšių sąsajos
Informacijos audito ir  
finansinio audito sąsaja
Informacijos audito ir finansinio audi-
to	 santykius	 identifikavo	 H.	 Botha	 ir	
J.	A.	Boon	(2003).	Šie	mokslininkai	nusta-








audito	 įrodymais	 atliekant	 informacijos	
auditą.	Kitų	finansinio	ir	informacijos	au-
ditų	 sąsajų	minėtiems	 ir	kitiems	 tyrėjams	
nustatyti nepavyko.
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Informacijos audito ir  
veiklos audito sąsaja
Kol kas	mokslininkų	 nebuvo	 tirtas	 infor-





veiklos	 siekiant	 išsikeltų	 tikslų,	 taip	 pat	
darbo,	materialinių,	finansinių	bei	kitų	iš-
teklių	 naudojimo	 ekonomiškumo,	 efekty-
vumo	ir	rezultatyvumo	įvertinimas.	Euro-
pos	auditorių	rūmų	veiklos	audito	vadove	
(2006) detalizuojami pagrindiniai veiklos 
audito kriterijai:





•	 efektyvumo principu nustatoma, kad 
turi	būti	siekiama	geriausio	panaudotų	
išteklių	ir	pasiektų	rezultatų santykio;
•	 rezultatyvumo principu nustatoma, kad 
turi	 būti	 pasiekta	 konkrečių	 nustatytų	
tikslų	ir	planuotų	rezultatų.
Kitoje	praktinėje	literatūroje	(Jungtinės	





tyrimo metu nustatyta, kad daugeliu 
atvejų,	 informacijos	 auditas	 yra	 supranta-
mas kaip veiklos auditas, nes informacijos 
auditas	 –	 tai	 organizacijos	 verslo	 tikslams	




joje, bet ir išvengti informacijos pertekliaus, 
dubliavimosi	ir	taupyti	materialinius,	finan-
sinius	 išteklius.	 Tokie	 rezultatai	 gali	 būti	




Informacijos audito ir atitikimo 
(teisėtumo) audito sąsaja
H.	 Botha	 ir	 J.	 A.	 Boon	 (2003)	 taip	 pat	
nagrinėjo	 informacijos	 audito	 ir	 atitiki-
mo (teisėtumo)	 audito	 santykį.	 Jie	 teigė,	
kad	atitikties	(teisėtumo)	audito	elementų	
informacijos	 audite	 yra	 labai	 mažai.	 Tai	
kelia	 abejonių,	 nes	 informacijos	 audito	




įstatymas	 ir	 kiti	 teisės	 aktai.	Vyriausybės	
2007	m.	balandžio	25	d.	nutarime	Nr.	410	
„Dėl	 Lietuvos	 Respublikos	 Vyriausy-
bės	1997	m.	rugsėjo	4	d.	nutarimo	Nr.	952	
„Dėl	duomenų	apsaugos	valstybės	 ir	vie-
tos	 savivaldos	 informacinėse	 sistemose	
pakeitimo“	 ir	 kituose	 teisės	 aktuose	 yra	




taip pat šiame kontekste pastebimos infor-
macijos audito ir duomenų (informacinių) 
sistemų	audito	sąsajos.	
Informacijos audito ir duomenų  
(informacinių) sistemų audito sąsaja
R.	 Weber	 (1988)	 pateikia	 tokį	 duomenų	
(informacinių)	sistemų	audito	apibrėžimą:	
1 LT ISO/IEC 27001:2006 lietuvos standartas. In-
formacijos technologija. Saugumo metodai. Informaci-











auditas pastaruoju metu tapatinamas su 
informacinių	 technologijų	 auditu.	 Infor-
macinių	technologijų	auditas	–	tai	specia-









tais informacijos auditas yra suprantamas 
kaip	 naudojamų	 organizacijos	 veikloje	
informacinių	 technologijų	 nagrinėjimas	
(G.	Swash,	1997).	Jo	nuomone,	 jeigu	yra	




parodys	 bendros	 padėties	 organizacijoje,	
tačiau	atskleis	tam	tikrus	informacijos	va-




strateginio valdymo (angl. IT governance) 
metodikų	–	COBIT2	apima	informaciją	ir	
su ja susijusias technologijas. 
2 CobIT (Control Objectives for Information and re-
lated Technologies)	–	tarptautinės	ISACA organizacijos 
metodika. CobIT	aprašo	geriausią	praktiką	informacinių	
sistemų	valdymo	srityje.
Informacijos audito pozicionavimas 
pagal audito apimtį ir atlikėjus,  
privalomumą ir atlikimo laiką 
Minėta,	kad,	atsižvelgiant	į	tai,	kas	atlieka	
auditą	ir	kokia	jo	apimtis,	auditas	skirsto-
mas	į	išorės, vidaus ir valstybinį (J. Mac-
kevičius	(2001).	
Išorės	 auditą	 atlieka	 nepriklausomi	
auditoriai	pagal	sutartis,	o	vidaus	auditą	–	
įmonės	 vidaus	 audito	 tarnybos	 darbuoto-
jai,	 įgiję	 tam	 tikrą	 profesinę	 kvalifikaciją	
(Mackevičius	(2001).	Išorės	auditą	Lietu-
vos	 valstybiniame	 sektoriuje	 (valstybinį	
auditą)	 atlieka	 Valstybės	 kontrolės	 audi-
toriai. Valstybinis auditas lietuvoje skirs-
tomas	į	finansinį	ir	veiklos.	Mokslinėje	ir	
praktinėje	literatūroje	daugiausia	dėmesio	









Pagrindinis skirtumas tarp vidaus ir 
išorės	 auditų	 yra	 ne	 darbuotojų	 priklau-
somybė	 organizacijai,	 nes	 vidaus	 audito	
standartai	 leidžia	 vidaus	 auditoriams	 pa-
sitelkti	 išorės	 ekspertus	 arba	 pasinaudoti	
kitų	auditorių	darbu.	Vienas	iš	pagrindinių	
skirtumų	–	 auditorių	 atskaitomybės	 klau-
simas.	Išorės	auditoriai	atsiskaito	ir	teikia	
ataskaitas	 organizacijos	 steigėjams	 ar	 ak-
cininkams,	o	vidaus	auditoriai	visų	pirma	
atsiskaito organizacijos vadovybei.







informacijos	 audito	 rezultatai	 visų	 pirma	
domina organizacijos vadovus, o ne jos 
steigėjus	ar	akcininkus,	todėl	informacijos	
auditas	gali	būti	suprantamas	kaip	vidaus	
veiklos auditas arba dalis vidaus infor-
macinių	 technologijų	 audito.	 Išimtis	 gali	








Laiko atžvilgiu	 dažniausiai	 skiriamos	
dvi	 audito	 rūšys	 –	 periodinis	 ir	 neperio-
dinis	 (J.	 Mackevičius	 (2001).	 Periodinis	
auditas	atliekamas	per	tam	tikrą	laikotarpį,	
dažniausiai	 ataskaitiniam	 laikotarpiui	 pa-
sibaigus (ex post).	Gali	būti	 ir	 išankstinis	
auditas	 –	 ex ante. Nuolatinis auditas yra 
toks,	 kai	 auditorius	 nuolat	 būna	 įmonėje,	
renka	medžiagą,	 atlieka	 testus,	 bendrauja	
su	vadovybe	(Mackevičius	(2001).	Galima	
daryti	 prielaidą,	 kad	 informacijos	 audi-
tas	gali	būti	 tiek	periodinis	(ex ante ar ex 
post),	tiek	nuolatinis,	tačiau	mokslinėje	ir	
praktinėje	 literatūroje	 dar	 neteko	 aptikti	
nuolatinio	informacijos	audito	pavyzdžių.	
Teorinės ir praktinės bazės  
formavimas ir perimamumas 
Atsižvelgiant	 į	 straipsnio	 pradžioje	 api-
brėžtą	problematiką,	kad	 informacijos	au-
ditas	nėra	aiškiai	išskirtas	tiek	teoriniu,	tiek	





Audito	 teorijai	 turi	 didelę	 įtaką	 audito	
koncepcijos. Audito koncepcijos padeda 











tos. Atliekus  audito metodikos perimamu-
mo	 tyrimą	verta	 ryškinti,	 kad	dalis	 infor-
macijos	audito	požymių	kartais	peržengia	
audito	 apibrėžties	 ribas.	 Nepriklausomy-
bės	 koncepciją	 daugelis	 autorių	 (E.	Orna	
(1999),	 S.Henczel	 (2001),	 Buchanan	 ir	
Gibb	 (1980)	visai	 apeina,	pavyzdžiui,	 in-
formacijos	audito	metodą	 išplečia	 į	 reko-
mendacijų	vykdymą	–	organizacijos	infor-
macijos	 politikos	 ar	 strategijos	 sukūrimą,	
arba	ją	traktuoja	klaidingai.
Daugelis	 informacijos	 audito	 teoretikų	
(C.	F.	Burk	ir	F.	W.	Horton	(1988),	E.	Orna	
(1990),	Buchanan	ir	Gibb	(1998),	S.	Hen- 
czel	 (2000)	 informacijos	 auditą	 tapatina	
su	informacijos	išteklių	ir	ryšių	nustatymu	
(pvz.,	taikant	informacijos	žemėlapius)	or-
ganizacijoje.	Tokiu	 būdu	 ir	 vėl	 pažeidžia-

















apibrėžimo	 proceso	 metu,	 pagal	 COBIT,	
informacinių	 sistemų	 funkcija	 kuria	 ir	 re-
guliariai atnaujina veiklos informacijos 
modelį	 ir	 apibrėžia	 atitinkamas	 sistemas,	





na patikimos ir saugios informacijos teiki-
mą,	pagerina	vadovybės	sprendimų	priėmi-
mo	kokybę	bei	leidžia	racionalizuoti	infor-









o ne audito funkcijai.
Taip	pat	 informacinio	 turto	 identifika-
vimas yra vienas iš informacijos saugos 
rizikos	vertinimų	etapų	(pagal	ISO	27000	
standartų	 grupę).	 Informacinis	 turtas	 api-
ma	ir	duomenis	bei	jų	tvarkymo	procedū-
ras,	todėl	šio	turto	identifikavimas	sutam-
pa	 su	 informacijos	 žemėlapio	 sudarymo	
uždaviniais.	Dėl	minėtos	priežasties	infor-
macijos	audito	rezultatai	gali	padėti	iden-
tifikuoti	 informacinį	 turtą	 organizacijoje,	
tačiau	 taip	 gali	 būti	 pažeistas	 daugelyje	
audito	standartų	deklaruojamas	nepriklau-
somybės	 principas.	 Už	 informacijos	 sau-
gos	rizikos	vertinimą	(taigi	ir	informacinio	
turto	identifikavimą),	pagal	gerąsias	infor-
macijos saugos valdymo praktikas (ISO 
27000	 standartų	 grupė,	 COBIT	 Security 
Baseline), atsakingas informacijos saugos 
pareigūnas	 (įgaliotinis),	 o	 ne	 auditorius.	
Atsižvelgiant	 į	 daugelį	 audito	 standartų	
(IFAC, ISACA, IIA), jei auditorius vykdy-
tų	informacijos	rizikos	vertinimo	funkciją,	
tai	 jis	 peržengtų	 auditoriaus	 įgaliojimus	
ir	 sukeltų	grėsmę	atliekamo	audito	nepri-
klausomumui,	 nes	 taip	 įsikištų	 į	 veiklos	
padalinių	vykdomus	procesus.	
Apibendrinant galima teigti, kad infor-
macijos	audito	 teorinė	bazė	nėra	pakanka-
mai	konceptualizuota.	Nėra	sukonkretintos	





praktinei informacijos audito realizacijai.
Praktinės bazės formavimas  
ir perimamumas
Audito koncepcijos paprastai atsispindi 
tam tikruose audito standartuose ir etikos 
kodeksuose,	tiksliau	tariant,	yra	jų	pagrin-
das.	Audito	standartai	–	tai	taisyklės,	prin-
cipai	 ir	 procedūros,	kurios	nustato	 audito	
atlikimą	 ir	 auditorių	 veiklą.	Audito	 stan-
dartai, kaip audito sistemos elementas, turi 
didžiausią	 įtaką	audito	praktikai	 (J.	Mac-
kevičius,	2001).
Audito	 standartus	 rengia	 profesinės	
organizacijos	 –	 IIA,	 IFAC,	 INTOSAI,	
ISACA. Informacijos audito teoretikai ir 
profesionalai	 atskiros	 savo	 profesinės	 or-
ganizacijos	neturi,	todėl	dalis	jų	priklauso	
atitinkamoms	 profesinėms	 organizaci-
joms,	 pavyzdžiui,	 Informacijos	 valdymo	
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asociacijai	(ASLIB)3. Atlikto tyrimo metu 
autoriams nepavyko aptikti informacijos 
audito	 standartų.	Atliktas	 tyrimas	 leidžia	
abejoti, ar tokie, atskirai dedikuoti infor-
macijos auditui, egzistuoja.




atskirus, dedikuotus informacijos audito 
standartus.
Kai tokia situacija, buvo tikslinga atlikti 
informacijos	audito	ir	kitų	auditų	sąsajumo	
analizę,	siekiant	įvertinti	kitų	audito	stan-
dartų	 dalinį	 tinkamumą	 ir	 perimamumą	
bei panaudojimo galimybes informacijos 
audito teoriniu ir praktikiniu lygmeniu. 




duomenų	 (informacinių	 sistemų)	 audito	
elementų.	Taigi	 informacijos	 auditas	gali	
būti	minėtų	auditų	dalis.	Tokiu	atveju	in-
formacinių	 sistemų	 auditui	 būtų	 taikomi	
veiklos,	atitikimo	(teisėtumo)	ir	duomenų	
(informacinių	sistemų)	audito	standartai.









daro prielaidas nepakankamam teoriniam 








dojimo aspektai, taupiausiu, efektyviausiu 
bei	rezultatyviausiu	būdu	gali	būti	valsty-
binio	ir	vidaus	veiklos	auditų	objektu.	Re-
miantis atliktu tyrimu galima konstatuoti, 
kad	dalis	mokslinėje	 literatūroje	 aprašytų	
informacijos	audito	funkcijų	neatitinka	ki-
toms	 audito	 rūšims	 būdingų	 nepriklauso-
mumo	koncepcijų,	 todėl	yra	artimas	kon-
sultacinei veiklai ir / ar savianalizei. 
Savarankiškam informacijos auditui 
vykdyti	 turi	 būti	 suformuluoti	 atskiri	 in-
formacijos audito standartai, išplaukiantys 
iš	 profesinės	 etikos,	 nepriklausomybės,	
profesionalumo,	 įrodymų	 ir	 informacijos 
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quired to meet the professional responsibilities 
is not yet set out
•	 Stakeholders and shareholders have no informa-
tion concerning the work of information audit-
ing practitioners
these problems incited the purpose of the re-
search	–	 to	 analyse	 relationships	between	 informa-
tion	audit	and	other	audit	types	and	to	find	a	basis	for	
the concepts and standards of information audit.
