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Sistema experto para la detección de operaciones 
sospechosas de Lavado de Activos en entidades 
financieras utilizando CommonKADS 
 
RESUMEN 
El lavado de activos es un problema mundial capaz de corroer los sistemas financieros 
internacionales ocultando sus procedencias ilícitas en un vasto volumen de transacciones 
del mercado financiero oficial, siendo la detección de lavado de activos un proceso 
complejo que consume tiempo valorable a los oficiales de cumplimiento por la gran 
cantidad de operaciones bancarias realizadas por los clientes que deben ser analizadas y 
evaluadas para determinar si son operaciones bancarias sospechosas de lavado de activos. 
Las investigaciones realizadas se han centrado principalmente en técnicas de minería de 
datos y técnicas de aprendizaje debido a las grandes cantidades de información que se 
maneja, reduciendo la precisión del resultado otorgado. 
El presente trabajo tiene como objetivo presentar el diseño e implementación de un sistema 
experto con el fin de proporcionar apoyo a la detección de lavado de activos basándose en 
la determinación del riesgo de la transacción financiera inusual y el conocimiento del 
cliente. Para el desarrollo del sistema experto se usó la metodología CommonKADS por 
ser un estándar de facto en la construcción de sistemas basados en conocimiento. El 
sistema toma como entrada los datos de las operaciones bancarias contenidas en un caso 
inusual reportado y los datos del cliente obteniendo, mediante el motor de inferencia, el 
riesgo final del caso, que permitirá concluir si se debe reportar o no como sospechosa. Las 
pruebas realizadas han consistido en la evaluación de 251 casos que contienen el resultado 
del experto, obteniendo como resultado un porcentaje de acierto del 98.81% a la cuarta 
iteración. 
Palabras clave: Lavado de Activos, Sistemas expertos, Banca, CommonKADS. 
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Expert system for detecting suspicious money laundering 
activities in financial institutions using CommonKADS 
 
ABSTRACT 
Money laundering is a global problem that corrodes the international financial systems by 
hiding their illicit origins in a vast volume of official financial market transactions, with 
the detection of money laundering being a complex process that consumes valuable time of 
compliance officers due to the large number of banking operations performed by customers 
that must be analyzed and evaluated to determine whether they are laundering suspected 
banking operations. Investigations have focused primarily on data mining techniques and 
learning techniques due to the large amounts of information handled, reducing the 
accuracy of the results. 
This paper aims to present the design and implementation of an expert system in order to 
provide support for the detection of money laundering based on the risk assessment of 
unusual financial transactions and customer knowledge. The CommonKADS methodology 
was used for the development of the expert system due to it being a de facto standard in 
building knowledge based systems. The system takes as input the data contained in 
banking operations reported as unusual cases and customer data obtaining by the use of the 
inference engine, the final risk of the case, which will allow to conclude whether or not it 
should be reported as suspicious. The tests consisted in the evaluation of 251 cases 
containing the result of the expert, resulting in a success rate of 98.81% in the fourth 
iteration. 
Keywords: Money laundering, expert system, Banking, CommonKADS. 
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Glosario de Términos 
PEP: Persona políticamente Expuesta 
HPEP: Hoja de Persona políticamente expuesta 
HEAR:  Hoja de evaluación de Cliente de Alto Riesgo 
CIIU: Clasificación Internacional Industrial Uniforme 
SO: Sujeto Obligado 
KYC: Conoce a tu Cliente 
UIF: Unidad de Inteligencia Financiera 
Caso Inusual: Conjunto de operaciones financieras inusuales realizadas por un cliente 
Caso Sospechoso: Caso inusual determinado como sospechoso. 
World Check: Sistema que proporciona la lista de personas altamente riesgosas a nivel 
mundial. 
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Capítulo 1:  Introducción 
1.1 Antecedentes 
Desde mediados de la década de 1980, el lavado de activos (LA) ha sido reconocido como 
un problema mundial importante con ramificaciones económicas y sociales graves 
(Camdessus, 1998). La magnitud del lavado de activos es tal que ahora se ubica como una 
de las amenazas criminales más graves para la comunidad global, capaz de corroer los 
sistemas financieros internacionales y las democracias enteras (IMoLIN, 1998). 
La definición de lavado de activos varía según el objetivo de cada organización, pero la 
definición general dada por el Grupo de Acción Financiera Internacional (GAFI) es "el 
procesamiento de ingresos delictivos a fin de encubrir su origen ilegal" (Kyung-shik et al., 
2008). 
El Lavado de Activos es el proceso de convertir, custodiar, ocultar o transferir dinero, 
bienes, efectos o ganancias, con el fin de evitar la identificación de su origen ilícito y 
hacerlos aparentar como legítimos (SBS, 2014). 
El lavado de activos es un tipo de delito financiero. Los delitos financieros son los tipos de 
delitos económicos que implican el uso de los instrumentos y las instituciones del mercado 
financiero para la obtención de beneficios financieros a expensas de otros actores del 
mercado. Tales actividades son ilegales, ya que constituyen una violación de uno de los 
cimientos de una economía de libre mercado, es decir, la confianza de los agentes del 
mercado que cada uno de ellos deberá observar las normas aplicables, ya sea por escrito o 
no (Drezewski et al., 2012).  
Además, según Kyung-shik et al. (2008), el lavado de activos abarca actividades como 
engañar a las autoridades al hacer parecer que los activos han sido obtenidos por medios 
legales con ingresos obtenidos legalmente o ser propiedad de terceras personas que no 
tienen relación con el verdadero propietario. 
El hecho más importante es que estas prácticas tratan de simular una rotación normal y  
legal. Las transacciones de lavado de activos son usualmente ocultas en el vasto volumen 
de mercado financiero oficial. Por otra parte, en estas prácticas, muchas características 
están involucradas. Puede ser desde pocos a varios cientos de personas o entidades que 
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están involucradas en actividades económicas delictivas. Cada uno de ellos tiene, por lo 
general, más de una cuenta bancaria. Estos hechos hacen que sea difícil analizar este tipo 
de actividades de una manera tradicional, utilizando herramientas simples como hojas de 
cálculo (Drezewski et al., 2012). 
Por otra parte, Drezewski et al. (2012) mencionan que los delincuentes suelen llevar a cabo 
las transacciones de poco sentido económico, ya que la maximización de las ganancias no 
es su prioridad. Esto viola las reglas de libre mercado mediante la introducción de un 
elemento de imprevisibilidad en el mercado y, por lo tanto, aumenta el riesgo de la 
inversión. 
La comunidad internacional ha logrado importantes avances en la lucha contra el lavado de 
activos, sobre todo a través del trabajo del GAFI. Sus recomendaciones han fortalecido el 
marco reglamentario destinado a detener el flujo de dinero sucio. La globalización, el 
crecimiento exponencial de las transacciones y las cuentas, y la creatividad criminal se 
combinan para desafiar los esfuerzos actuales de Lavado de Activos. A raíz de los actos 
terroristas del 11 de septiembre de 2001, ha habido un creciente interés en todo el mundo, 
sobre la prevención de lavado de activos y el financiamiento del terrorismo (Gao et al., 
2009).  
Según Gao et al. (2009), los gobiernos y los organismos encargados de hacer cumplir la ley 
han hecho un llamado a la industria de servicios financieros de estar atentos para ayudar a 
identificar las posibles fuentes de financiación del terrorismo. Lo que tradicionalmente 
hasta ese momento se había visto como una cuestión de cumplimiento, es ahora un tema de 
preocupación nacional e internacional. 
El lavado de activos es un tipo de proceso complejo, dinámico y distribuido. Por lo tanto, 
un sistema diseñado para combatir el Lavado de activos requiere un alto grado de 
capacidad de resolución de problemas de cooperación (IFAC, 2002). 
Cabe destacar que el lavado de activos no es un fenómeno uniforme; por el contrario, tiene 
múltiples formas y variaciones. Ellos dependen de factores económicos, políticos, 
geográficos y sociales. Lo que puede considerarse como una característica común de todos 
los métodos utilizados por los delincuentes es la presencia de numerosas transacciones 
entre numerosas entidades - personas físicas o jurídicas y sus cuentas bancarias - en un 
período relativamente corto de tiempo. Los delincuentes se esfuerzan por ocultar sus 
acciones en un número enorme de dinero en efectivo y en no efectivo las transacciones que 
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se realizan a diario en el mercado financiero. Uno de los métodos básicos es mezclar 
ingreso legal con ingresos ilegales. El propósito es hacer que sea difícil separar los dos 
tipos de ingresos obtenidos por una o varias entidades que cooperan con los grupos 
criminales (Drezewski et al., 2012). 
Existen diversas investigaciones para la detección y prevención de operaciones de Lavado 
de Activos en las entidades financieras, que están destinadas a la automatización del 
monitoreo y el diagnóstico de los esquemas de Lavado de Activos con el fin de reportar las 
operaciones sospechosas, las cuales se detallarán en el capítulo 2. 
1.2 Problema 
Dado un conjunto de operaciones financieras en la banca peruana, además, tomando en 
consideración la cartera de clientes que se tienen (personas naturales y jurídicas) y 
teniendo en cuenta la locación geográfica (Departamento, Provincia y Distrito) de la 
operación financiera, el problema consiste en detectar qué operaciones financieras físicas 
(realizadas de manera presencial) y virtuales (realizadas a través de medios electrónicos) 
son sospechosas de lavado de activos. 
1.3 Objetivos 
1.3.1 Objetivos Generales 
Desarrollar un sistema experto basado en reglas para resolver el problema de detección de 
operaciones financieras físicas y virtuales sospechosas de lavado de activos a través del 
nivel de riesgo para agilizar la tarea del analista de cumplimiento del área de prevención de 
lavado de activos utilizando la metodología COMMONKADS. 
1.3.2 Objetivos específicos 
 Revisar los métodos y modelos empleados para la detección de operaciones 
sospechosas de lavado de activos. 
 Recopilar el conocimiento del experto referente a la detección de operaciones 
sospechosas de lavado de activos.  
 Construir una base de conocimientos sobre la detección de lavado de activos a través 
del nivel de riesgo para entidades financieras. 
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 Desarrollar el sistema experto propuesto con la metodología apropiada. 
 Validar, estimar y determinar la eficiencia del sistema experto propuesto. 
1.4 Justificación 
Gao et al. (2007) hacen énfasis en que la investigación contra el lavado de activos tiene 
una gran importancia para la estabilidad financiera nacional y la seguridad nacional. La 
oficina de las Naciones Unidas contra la Droga y el Delito (UNODC), estima que la 
cantidad total de dinero "negro" que circula en todo el mundo llegó a 320 billones de 
dólares en 2008. 
Los cálculos realizados por el Fondo Monetario Internacional y la Organización de las 
Naciones Unidas, indican que al año se lavan activos de unos US$1.5 a 2.0 billones, es 
decir, entre un 2% y 5% del Producto Bruto Interno mundial. Esta cifra equivale a un tercio 
de las divisas de todos los Bancos Centrales. Según estimado del Banco Interamericano de 
Desarrollo, en América del Sur es de 2.5% a 6.3% del Producto Bruto Interno anual de la 
región (Gao et al., 2009).   
En las entidades financieras, la gran cantidad de casos que necesitan ser analizados por el 
experto demanda una gran cantidad de tiempo y, por consiguiente, no permite que los 
oficiales de cumplimiento deriven su atención a otras problemáticas más complejas del 
lavado de activos. Además, solo se envía a la entidad reguladora los Reportes de 
Operaciones Sospechosas (ROS), cuyo riesgo calculado es “Alto” y poseen mayores 
montos.   
Determinar el riesgo de actividades sospechosas de lavado de manera automatizada como 
un experto la realiza, permitirá incrementar la cantidad de envíos de ROS y así cumplir las 
normas de prevención de lavado de activos.  
La Unidad de Inteligencia Financiera (UIF-Perú), en el periodo comprendido entre enero 
de 2007 y agosto de 2014, ha recibido 22,334 Reportes de Operaciones Sospechosas 
(ROS), tal como se observa en la Figura 1.1. 
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Figura 1.1 Número de ROS recibidos anualmente por la SBS (SBS, 2014) 
En general, considerando el número total de ROS recibidos desde el año 2007 a agosto de  
2014, la mayor participación por tipo está representada por los Bancos, con un 39%, y las 
Empresas de Transferencia de Fondos, con un 21%, tal como se observa en la Figura 1.2. 
 
Figura 1.2 Número de ROS por Tipo– enero de 2007 a agosto de 2014 (SBS, 2014) 
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Capítulo 2:  Estado de arte de la Detección de 
Lavado de Activos 
Hay una amplia variedad de Sistemas de detección de Lavado de Activos. Sin embargo, los 
detalles de las implementaciones son resguardadas en secreto. Pero hay muchas 
publicaciones que proponen cómo las implementaciones pueden ser realizadas. En este 
capítulo se describirá las investigaciones previas más recientes que han sido desarrolladas 
para la detección de lavado de activos. 
2.1 Revisión de la literatura 
Desde un punto de vista histórico, los sistemas de lavado de activos anteriores se centraron 
sólo en consideraciones legislativas y requisitos de cumplimiento que podría ser fácilmente 
aprendidas y evadidas por los lavadores de dinero (Gao, 2007). Recientemente, varias 
técnicas de detección de transacciones sospechosas que se han desarrollado se basan en 
técnicas de aprendizaje automático. Gao et al., (2009) tratan la detección de lavado de 
activos como un problema de toma de decisiones, por lo cual emplean el modelo existente 
de Simon de soporte a la toma de decisiones e incluyen en este modelo la asistencia de 
agentes inteligentes para la toma de decisiones autónomas.  
Watkins et al. (2003) exploran el uso de las técnicas de minería de datos para resolver la 
detección de las operaciones de lavado de activos y hacen una evaluación de los beneficios 
de cada una de ellas. Soluciones de minería de datos han sido implementadas, tales como 
las redes bayesianas dinámicas (Raza et al., 2011) y Clustering, (Drezewski et al., 2012), 
con el objetivo de explotar la gran cantidad de datos generados de las operaciones 
financieras. A pesar de que las técnicas de aprendizaje automático ayudan en la adquisición 
de conocimiento oculto, el mayor reto en su aplicación exitosa es la exigencia de datos de 
entrenamiento. Además de esto, la alta exigencia de computación para el modelo de 
aprendizaje es otra preocupación importante. Por último, no son necesariamente la mejor 
opción cuando se trata de bases de conocimiento que son de naturaleza dinámica (Webb et 
al., 2001).  
Chandola et al. (2009) han proporcionado un amplio estudio sobre la aplicación de 
diferentes técnicas de aprendizaje automático como la clasificación, el agrupamiento, el 
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vecino más cercano, etc. para la detección de anomalías. En los sistemas expertos 
tradicionales (basados en reglas), por otro lado, los ingenieros del conocimiento extraen 
manualmente el conocimiento de los expertos humanos y hacen parte del sistema de 
inferencia (Shin et al., 2008). El rendimiento de tales sistemas expertos depende, por lo 
tanto, completamente de la calidad de la base de conocimientos adquiridos y del motor de 
inferencia. Por otra parte, Rajput et al. (2014) direccionan el problema proponiendo una 
ontología basada en un sistema experto para la detección de transacciones sospechosas, de 
tal manera que puedan crearse nuevas reglas a partir de las predefinidas. 
2.2 Trabajos previos relacionados a la detección de lavado de activos 
A continuación detallaremos los trabajos previos más recientes relacionados con la 
detección de lavado de activos. 
2.2.1 Técnicas de minería de datos - Watkins 
El proceso de lavado de activos ha sido un enemigo de largo plazo del cumplimiento de la 
ley. La complejidad de las técnicas de lavado de activos ha aumentado dramáticamente, lo 
que complica las intervenciones policiales. El proceso de lavado de activos es muy 
complejo y requiere una enorme base de recursos para identificar con prontitud y precisión, 
conexiones de alta calidad que puedan informarse a los investigadores de delitos 
financieros de las prácticas bancarias sospechosas. En la actualidad, los investigadores 
financieros en todo el mundo carecen de los recursos necesarios para examinar grandes 
conjuntos de datos financieros. En consecuencia, los investigadores de delitos financieros 
son habitualmente relegados a los enfoques tradicionales para combatir el problema de 
lavado de dinero en sus respectivas jurisdicciones. Debido a los millones de transacciones 
financieras que deben ser analizadas, las metodologías y técnicas de investigación 
tradicionales no son del todo adecuadas (Watkins et al., 2003).  
Watkins et al. (2003) exploran el uso de las técnicas de minería de datos que pueden 
mejorar la habilidad de detección de la policía, reducir y prevenir las actividades de lavado 
de activos. Algunas de las herramientas más populares en aplicaciones de minería de datos 





Regresión Lineal El enfoque más básico. Predice valores mediante la 
descripción de la relación lineal entre una variable 
dependiente y una o más variables independientes. 
Útil para descubrir, validar y cuantificar las tendencias de 
casos de lavado de activos previamente resueltos para su 
uso en los casos actuales. 
Regresión Logística Involucra a las variables categóricas como "sí / no" o 
"hombre / mujer". Muy popular. 
Se aplica para evaluar rápidamente los registros de las 
transacciones financieras que pertenecen a las clases de 
interés del investigador. Además, presenta las grandes 
cantidades de datos en un formato manejable. Esto hace 
que la identificación de patrones y tendencias sea más 
evidente y oportuna. 
Análisis de Clúster Requiere cantidades sustanciales de datos que se pueden 
agrupar categóricamente. 
Esta técnica puede ser usada para descubrir similitudes en 
el orden de tiempo de los eventos implicados en presunto 
lavado de dinero. 
Algoritmos inductivos Los algoritmos que generan los árboles de decisión basados 
en los resultados históricos. 
Se utiliza para (1) revisar y mejorar los conjuntos de reglas 
antiguas, (2) establecer nuevos conjuntos de reglas, y (3) 
proporcionar marcos estrictos que pueden ayudar a los 
investigadores financieros en las investigaciones de lavado 
de dinero. 
Redes Neuronales Una técnica de IA que imita el cerebro humano, 
aprendiendo y almacenamiento entradas y salidas. Se 
puede utilizar con variables continuas/categóricos y no 
lineales y datos colineales. 
Se utilizan para aprender las estrategias pertinentes que 
fueron de gran ayuda a los investigadores a fin de que esas 
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técnicas puedan ser prioritarias en el análisis de casos 
futuros. 
Lógica Difusa Una teoría que permite que la información incompleta se 
procese y se derive conclusiones. 
Por ejemplo, es difícil especificar un único valor umbral 
numérico para la palabra frecuencia. Claramente, este es un 
difuso en lugar de valor nítido en la práctica. 
Algoritmos Genéticos Los algoritmos basados en el uso de reglas evolutivas para 
resolver las tareas de optimización. 
Podría ser utilizada para delinear las pistas más potentes 
que apunten hacia una posible transacción sospechosa. 
Tabla 2.1 Técnicas de IA para detectar y combatir actividades de Lavado de Activos (Watkins et al., 2003) 
2.2.2 Sistema basado en reglas 
Aunque los reportes de operaciones sospechosas (ROS) han aumentado rápidamente en 
relación cuantitativa, la calidad de reportes de operaciones sospechosas de las instituciones 
financieras no ha cambiado mucho. En consecuencia, la expansión de transacciones de 
bajo riesgo reportadas condujo a una menor eficiencia en el análisis ya que los recursos 
para el análisis son limitados. Sólo asignar más recursos humanos para manejar un mayor 
volumen de ROS no es un costo eficiente y puede crear un cuello de botella en el proceso 
de análisis. Para gestionar mejor el aumento exponencial de los ROS, la adopción del 
sistema basado en conocimiento es esencial. La construcción del sistema basado en el 
conocimiento para el uso práctico y de gestión de datos en relación con el lavado de dinero 
es, sin duda, necesaria (Shin et al., 2008). 
En este estudio de caso, a través del análisis de los expertos externos/internos, casos de 
estudio extranjeros y domésticos, el estudio de los reportes de actividades sospechosas y 
los informes de análisis de conclusión, se definen tipologías de operaciones sospechosas y 
se deducen los factores de riesgo. Los datos se analizan utilizando el análisis estadístico, el 
método t-test y selección por pasos con ajuste del modelo de lógica de regresión, para 
resolver las tipologías de las operaciones sospechosas y para deducir los factores de riesgo 
de las mismas. Estas dos metodologías se combinan con el proceso de adquisición de 
conocimiento para diseñar la base de conocimientos (Shin et al., 2008). 
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La base de conocimiento diseñada se implementa utilizando el software de gestión de 
reglas de negocio, JRules de ILOG. En la Figura 2.1 se muestra el marco de aplicación. El 
marco ILOG Negocios Sistema de Gestión de Reglas de Negocio (SGRN) proporciona  el 
motor de reglas de negocio y editor (Shin et al., 2008).  
Según lo expreso por Shin et al., (2008), la razón principal para la selección de JRules para 
implementar la base de conocimientos es el siguiente: 
1. En el sistema basado en reglas, no se requieren conocimientos de programación para 
crear reglas. Las reglas pueden ser escritas en lenguajes más simples utilizadas en el 
campo. Por lo que es simple y fácil de implementar y mantener el sistema.  
2. Las reglas se pueden agregar, modificar y borrar sin detener el funcionamiento del 
sistema, por lo que tiene la flexibilidad para manejar el entorno rápidamente cambiante. 
JRules en ILOG se implementa utilizando JAVA. La función principal del constructor 
regla es la creación de reglas, implementación y administración de reglas. Creación de 
reglas es el proceso de creación del modelo basado en reglas. El despliegue de Regla es la 
extracción de reglas de repositorio de reglas. Gestión de reglas es la gestión de repositorio 
de reglas. Como se muestra en la Figura 2.1, a través de la co-trabajo de técnica para el 
usuario y el usuario de negocios, la regla se deduce y las reglas deducidas se gestionan en 
el repositorio y se extrae cuando es necesario (Shin et al., 2008). 
 
Figura 2.1 Administrador de reglas de negocio con ILOG JRules (Shin et al., 2008) 
El resultado de la aplicación base de conocimiento se muestra en la Figura 2.2. Para medir 
los resultados, se utilizaron 17.922 ROS presentados entre enero de 2007 y mayo de 2007. 
360 de ellos fueron reportados a agentes del orden. Por aplicación del sistema basada en el 
conocimiento construido, 464 Reportes de operaciones sospechosas (ROS) fueron 
alertados de 1,189 ROS, lo que muestra una reducción del 60,98%. 360 casos de 
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operaciones sospechosas se decidieron a ser reportados a agentes del orden. En 
consecuencia, la relación de los ROS reportados a agentes del orden ha aumentado de 
30,28% hasta 50,43%, que es 66,56% de mejora. Esta es una cifra significativa que 
muestra que el sistema basado en el conocimiento está filtrando ROS en la etapa de 
análisis primario de manera eficiente (Shin et al., 2008). 
 
Figura 2.2 Resultado del sistema basado en conocimiento (Shin et al., 2008) 
2.2.3 Modelo de Simon asistido por agentes inteligentes 
En un esfuerzo para detectar posibles esquemas de lavado de activos, muchos bancos han 
desarrollado soluciones de detección de lavado de activos. La mayoría de los bancos 
establecen un umbral basado en un valor monetario establecido para cada transacción y 
detectarán específicamente patrones de lavado de activos y escenarios de los usuarios que 
violen esos umbrales (Sanjaya, 2005). Los inconvenientes asociados con estas soluciones 
se resumen de la siguiente manera: 1. Estas soluciones tienen una incapacidad inherente 
para detectar esquemas de lavado de activos que involucran cantidades más pequeñas que 
pueden venir por debajo de un umbral límite definido. 2. Hay el problema de los falsos 
positivos, lo que significa que hay transacciones que exceden un límite establecido y que 
se marcó como sospechosa, pero que no representan ningún riesgo para la institución. 3. 
Estas soluciones tienen dificultades para detectar los esquemas de Lavado de activos 
utilizando la información actual de la industria para perfilar y confirmar ciertos patrones de 
actividades sospechosas de lavado. 4. Aunque estos sistemas basados en reglas tienen 
algunas capacidades de reconocimiento de patrones, no tienen de aprendizaje o habilidades 
de generalización. Como nuevos esquemas de lavado de activos son desarrollados, muchas 
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de estas soluciones son incapaces de adaptarse y descubrirlas. 5. Volúmenes de 
transacciones en los bancos son muy grandes y están aumentando (Wicks, 2001). Estos 
sistemas existentes no tienen la capacidad de comprobar cada transacción de una manera 
integral y coherente. Controles insuficientes son costosos en términos de actividades de 
lavado de activos no detectados (Gao et al., 2009). 
Según Vahidov (2005), un sistema de apoyo a las decisiones productivo se puede lograr si 
el sistema está organizado para adaptarse a los procesos de toma de decisiones humanas. El 
proceso de toma de decisiones humana incluye principalmente tres fases: obtener más 
información acerca de un problema, se genera una decisión alternativa, y convergen en la 
decisión final. Este proceso se ajusta muy bien al modelo, según Simon (1977), de proceso 
de toma de decisiones para la resolución de problemas. 
En la última década, el desarrollo de agentes inteligentes y los sistemas multiagente ha 
ganado popularidad entre los investigadores de sistemas de información (Franklin & 
Graesser, 1997; Jennings, 2000). Los agentes son autónomos: capaz de actuar de forma 
independiente, exhibiendo el control sobre su estado interno. 
Con el fin de proporcionar apoyo a las decisiones de anti lavado de activos, se formula un 
modelo conceptual anti lavado de activos siguiendo Simon (Simon, 1977).  Este modelo 
proporciona 4 fases. La primera fase, llamada “Inteligencia”, se encarga de la obtención de 
información y reconocimiento del problema. En la segunda fase, llamada “Diseño”, se 
estructura la situación problemática, se desarrolla criterios e identifica alternativas. En la 
tercera fase, llamada “Alternativas”, es la fase de toma de decisión de la(s) mejore(s) 
alternativas. Y en la última fase, llamada “Revisión”, se revisa la toma de decisiones. Tal 
decisión puede ser realimentación a la fase de “Inteligencia” (Simon, 1977). 
El diseño de arquitectura propuesta por Gao et al. (2009), según se muestra en la Figura 
2.3, consta de 3 agrupaciones de agentes. 
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Figura 2.3 Arquitectura de sistema inteligente anti lavado de activos (Gao et al., 2009) 
El grupo “Intelligence” que consta de 2 subgrupos, uno que son los agentes de colección de 
datos (agentes de colección de datos internos y externos) y los agentes de monitoreo 
(agentes de monitoreo de perfiles de clientes y agentes de monitoreo de transacciones). El 
agente de colección de datos externos obtiene datos de los entes reguladores. El agente de 
colección de datos internos adquiere datos en tiempo real del sistema bancario existente 
para perfiles de clientes, evaluación de riesgo de transacciones, y diagnóstico y reporte de 
comportamientos. Dentro de los agentes de monitoreo: el monitoreo de clientes evalúa una 
amplia variedad de detalles de las cuentas de los clientes. Proveen una vista de los perfiles 
del cliente. Agentes de monitoreo de transacciones identifican las transacciones que son un 
riesgo potencial de actividad de lavado de activos. Ambos Agentes cumplen con las 
políticas globalmente aceptadas de conocer a su cliente para el lavado de activos (Gao et 
al., 2009). 
Luego se tiene el grupo “Desing”, que consta de los agentes de diagnóstico de 
comportamiento y agente reporteador. Cuando el agente de diagnóstico de comportamiento 
identifica un comportamiento sospechoso o inusual, este puede enviar automáticamente un 
reporte de evaluación de riesgo al agente reporteador (Gao et al., 2009). 
Por último, se tiene un agente “User”. El agente reporteador presentará y comunicará un 
reporte de actividad sospechosa para el apropiado personal de cumplimiento a través del 
agente “User” (Gao et al., 2009). 
Con el fin de evaluar el diseño arquitectónico de Gao et al. (2009), se implementa un 
prototipo. El sistema prototipo lleva a cabo el análisis, monitoreo, diagnóstico y 
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elaboración de informes utilizando el perfil de cliente simulado y datos de transacciones 
bancarias. En el ejemplo, se captura una gran cantidad de transferencias electrónicas de 
una cuenta, lo que plantea una alerta por los agentes de supervisión. A continuación, los 
agentes de supervisión solicitan datos de transacciones históricas de esta cuenta a partir de 
los agentes de recopilación de datos. Cuando llegan los datos, los agentes de supervisión 
activan el proceso de seguimiento. Se encuentra que los depósitos se hicieron diariamente a 
una cuenta en moneda extranjera por un gran total durante los tres meses anteriores. En el 
mismo período de tiempo, hubo 10 transferencias electrónicas por una cuantiosa cantidad 
de dinero a un banco en los Emiratos Árabes Unidos.    
2.2.4 Método de Minería de datos usando Clustering y Clasificación – Le Khac 
Los enfoques tradicionales contra el lavado de activos (LA) siguieron un enfoque de 
intensiva labor manual, porque el LA es una actividad sofisticada, con muchas maneras de 
lavar activos. Estos enfoques se pueden clasificar dentro de la identificación de incidencias 
de lavado de activos, detección, prevención y vigilancia de las actividades de lavado de 
activos. En efecto, dado que el volumen de datos y transacciones bancarias han aumentado 
en varias formas, tales enfoques deben ser apoyados por las herramientas automatizadas 
para la detección de patrones de lavado de activos (Le Khac et al., 2010).  
Le Khac et al. (2010) propone un método para identificar a los clientes y analizar los 
parámetros importantes relacionados con los patrones de LA en un banco internacional de 
inversión. El comportamiento de los clientes en las actividades de inversión se complica, 
ya que está influenciada por muchos factores. También muestra que al elegir los 
parámetros adecuados, las técnicas simples de Minería de Datos (MD) se pueden aplicar 
para detectar casos sospechosos de LA en las actividades de inversión.  
En el trabajo de Le Khac et al. (2010) se presenta un framework que se basa en una 
combinación de Clustering y técnicas de clasificación para el análisis de conjuntos de datos 
transaccionales para detectar estos casos. El framework propuesto incluye tres niveles: la 
transacción, la cuenta y la institución; y se compone de diferentes componentes, tal como 
se muestra en la Figura 2.4. 
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Figura 2.4 Arquitectura de DM para detección de LA (Le Khac et al., 2010) 
El primer componente es Pre-Procesamiento de datos. El rol principal de este componente 
es extraer y limpiar el conjunto de datos de un Repositorio de datos. Esto luego los integra 
dentro de Bases de datos consolidadas y que son usadas para construir un Datawarehouse 
de información y transacciones de clientes. El componente de minería de datos 
proporciona las técnicas de Clasificación y Clustering. Los comportamientos de los 
clientes son detectados por estas técnicas, como agrupamiento de grupo de transacciones 
similares, construcción de perfiles sospechosos y la clasificación, clasifica clientes dentro 
de categorías predefinidas de riesgo. El componente de la administración de conocimiento 
es el resultado del proceso de minería datos, experiencia de los expertos y resultados de la 
ejecución. También esto genera, reglas y conocimientos interpretables (Le Khac et al., 
2010). 
2.2.5 Método de minería de datos usando redes bayesianas  
La identificación de operaciones financieras sospechosas es una parte crucial de los 
sistemas contra el lavado de activos. Las operaciones financieras son sospechosas cuando 
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se desvían del comportamiento regular de los clientes. Los lavadores de dinero prestan 
especial atención a mantener sus operaciones como normales y ocultar lo más posible su 
naturaleza ilícita. Esto puede engañar a la desviación clásica basada en métodos 
estadísticos para encontrar anomalías (Raza et al., 2011). 
La investigación de Raza et al. (2011) presenta un enfoque novedoso, llamado SARDBN 
(Reporte de Actividad Sospechosa mediante una red bayesiana dinámica), que emplea un 
modelo híbrido basado en Clustering y Red Bayesiana Dinámica para identificar anomalías 
en una secuencia de transacciones. La idea central detrás de este enfoque es que las 
transacciones mensuales de unnn cliente establezcan un patrón definido. Este patrón 
coincide entre los clientes de características similares y puede ser capturado en la forma de 
un modelo probabilístico temporal. Cualquier desviación de este patrón se marca como 
sospechoso. Para mejorar la precisión del modelo y para minimizar las falsas alertas, la 
investigación sugiere una métrica de puntación de anomalía, denominado AIRE (Índice de 
Anomalía usando Rango y Entropía), que mide el grado de anomalía en cada transacción 
entrante. La transacción se marca como sospechosa sólo cuando su valor AIRE supera un 
umbral definido.  
A diferencia de otros trabajos contra el Lavado de Activos, el trabajo de Raza et al. (2011) 
agrupa resúmenes de operaciones de clientes, como monto promedio o frecuencia, 
SARDBN identifica alteraciones en la secuencia de las operaciones. Una operación que 
aparentemente parece normal, con respecto a la agrupación, puede ser encontrada anómala 
cuando se considera la secuencia particular que siguió. La entropía basada en un 
mecanismo de puntuación reduce falsos positivos, con compromiso de verdaderos 
positivos, y asegura que las altas anomalías sean elevadas solo en situaciones cuando el 
modelo tiene suficiente evidencia concluyente para soportarlas. 
Raza et al. (2011) divide el método en tres pasos principales: Clustering, Aprendizaje de la 
Red Bayesiana dinámica (DBN) y Detección de anomalías. Estos pasos se explican en los 
párrafos siguientes. 
En el Clustering se agrupa los diferentes patrones transaccionales que los clientes exhiben, 
el primer paso es realizado por SARDBN para formar grupos de clientes que exhiben el 
patrón transaccional similar. La similitud en el comportamiento transaccional se evalúa 
mediante montos promedio mensuales de crédito y débito de los clientes, la frecuencia de 
las transacciones de crédito y débito, y el retraso entre dos transacciones consecutivas. La 
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primera agrupación de clientes puede tener un profundo impacto en el rendimiento final de 
DBN. Entre más cohesionados los clúster, mayor será la precisión de predicción de las 
correspondientes DBNs (Raza et al., 2011). 
Una vez que se lleva a cabo la agrupación, el siguiente paso es aprender los parámetros de 
la DBN para cada clúster. La estructura de estos DBNs puede variar en diferentes 
escenarios y está diseñado con la ayuda de expertos en la materia. Para el estudio, las tres 
variables consideradas son monto de la transacción (TxnAmount), el modo de operación 
(TxnMode) (por ejemplo, cheque de retiro/depósito, retiro del cajero automático, 
transferencia de sueldo, pago POS, giro bancario), y el período de transacción (TxnPeriod) 
(es decir, Inicio de Mes/Quincena/Fin de mes). Estas tres variables sirven como variables 
aleatorias en un Red Bayesiana (BN) y están conectadas como se representa en la Figura 
2.5. Al considerar la secuencia de las operaciones y suponiendo dependencias dentro de 
esta secuencia, la estándar BN se convierte en una red bayesiana dinámica (DBN), donde 
cada transacción pertenece a un segmento de tiempo diferente (Raza et al., 2011). 
Después del aprendizaje de la DBN por cada clúster, el modelo está listo para ser utilizado 
para la detección de anomalías. Durante esta fase, cada transacción de entrada, junto con 
sus últimas transacciones, se pasa a través de la DBN de su respectivo clúster y sus montos 
y modo son predichos. Estas predicciones se clasifican en función de sus probabilidades 
posteriores. La que tiene la probabilidad más alta se le asigna un rango de uno, el segundo 
más alto en dos y así sucesivamente. Un índice de anomalía, AIRE (Índice de Anomalía 
usando Rango y Entropía) ha sido desarrollado y hacen uso de estos rangos y la entropía 
correspondiente. El valor calculado AIRE es comparado contra un umbral proporcionado 
para marcar la transacción como normal o sospechosa (Raza et al., 2011).  
 
Figura 2.5 (a) BN  (b) DBN  (c) DBN desenrollada, para transacción financiera (Raza et al., 2011) 
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2.2.6 Método de Minería de datos usando Clustering en Sistema de apoyo a la toma 
de decisiones 
El lavado de dinero no es un fenómeno uniforme, por lo cual es natural buscar nuevas 
soluciones y utilizar métodos basados en sistemas de inteligencia y agentes artificiales para 
aumentar la velocidad y eficiencia de los análisis. Cabe destacar que los cálculos realizados 
por tales sistemas van más allá de los que utilizan una simple hoja de cálculo. Los nuevos 
métodos de análisis de datos numéricos se han probado y validado por la comunidad 
científica. En segundo lugar, no se puede negar que el análisis de grandes cantidades de 
datos y la búsqueda de transacciones que deben ser de interés para las agencias de 
aplicación de la ley y la administración de justicia, con frecuencia va más allá de la 
percepción y la capacidad analítica de una sola persona que realiza el trabajo de forma 
manual, en papel. Tal análisis muy probablemente incluye errores humanos. En 
consecuencia, su valor podría ser cuestionado en un procedimiento penal. Es por esto que 
se han hecho esfuerzos para emplear los ordenadores y el software adecuado para sustituir 
a las personas en la realización de esta tarea (Drezewski et al., 2012). 
El propósito principal del Sistema de detección de lavado de activos propuesto por 
Drezewski et al. (2012) es analizar automáticamente el flujo financiero con el fin de 
detectar los procesos de lavado de activos como apoyo a la labor del analista de la policía. 
Según se muestra en la Figura 2.6, el sistema propuesto por Drezewski et al. (2012) 
presenta la siguiente arquitectura: 
 Módulo de Importación, lee los datos de transferencia de dinero de cuentas 
bancarias en el sistema. En la salida proporciona datos de estados de cuenta 
bancarios en el formato interno del sistema. 
 Módulo de agrupamiento, analiza los datos importados utilizando el algoritmo de 
clustering. En la salida proporciona grupos que son de entrada de algoritmos de 
minería de patrones frecuente. 
 Módulo de secuencias sospechosas y conjuntos de agrupamientos, analiza los 
grupos con el uso de algoritmos de minería de patrones frecuentes. En la salida 
proporciona patrones frecuentes que se encuentran (conjuntos o secuencias). 
 La visualización de datos y la interacción con el módulo de usuario, visualiza los 
resultados en diagramas de esquema de línea de tiempo y dedicación. 
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 Módulo de generación de modelo de usuario, aprende de las decisiones tomadas por 
el usuario que interactúe con el sistema. Este módulo trata de que el usuario 
interactúe con el sistema (analista de la policía) y aprenda de sus decisiones durante 
el análisis de secuencias de transferencias sospechosas. A continuación, el perfil de 
usuario construido puede ser utilizado por el sistema para filtrar adicionalmente 
secuencias sospechosas sobre la base de las decisiones del usuario anterior. En la 
salida ofrece un modelo con las decisiones del usuario. 
 Módulo de generación de perfiles de empresa/organización genera automáticamente 
perfiles de actividades típicas de empresas/organizaciones sospechosas, incluyendo 
títulos de transferencias de dinero, tiempo/fecha de las transferencias de dinero, la 
cantidad de dinero que se transfiere por lo general, etc. Este módulo aprende 
automáticamente, basándose en el banco declaraciones, operaciones financieras 
típicas de la empresa/organización sospechosa. En la salida proporciona un perfil 
de las actividades típicas de empresas/organizaciones sospechosas. 
 
Figura 2.6 Arquitectura del sistema de soporte a decisiones (Drezewski et al., 2012) 
Según Drezewski et al., (2012), usando una versión descrita del sistema, una serie de 
experimentos se llevaron a cabo. El objetivo de estos experimentos era para probar el 
algoritmo de agrupamiento elaborado y puesto en práctica y comprobar la exactitud del 
método de visualización creado del resultado del análisis. Los cálculos se realizaron con 
las transferencias de dinero que proporciona el generador de datos de las pruebas aplicadas. 
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Las pruebas muestran el tiempo de trabajo del algoritmo de agrupamiento cuando se 
cambió el tamaño de la ventana de tiempo. Esto muestra que a mayor tamaño de la ventana 
de tiempo, el tiempo de trabajo es mayor. Además, las pruebas muestran el tiempo de 
trabajo del algoritmo de agrupamiento cuando se cambió el número de flujos de dinero de 
entrada. En este caso el número de transferencias de dinero por día fue constante, debido a 
que el período de donde vino es proporcionalmente más amplio. Se muestra que cuando el 
número de transferencias de dinero creció, el tiempo de trabajo era también más largo. 
2.2.7 Método de Respuestas basadas en reglas para una base de conocimiento 
Según lo expresado por Bak et al. (2011), hay dos tipos de método de razonamiento 
aplicado en la tarea de responder una consulta basada en reglas. El primero es un método 
de encadenamiento hacia atrás, donde el razonamiento es orientado a objetivos. En la 
técnica de razonamiento hacia atrás los hechos se obtienen sólo cuando se necesitan en las 
derivaciones. Por el contrario, los enfoques de encadenamiento hacia adelante, que son 
controlados por datos, es necesario razonar sobre todos los hechos, que se almacenan en la 
memoria de trabajo. Algunos de los hechos inferidos son inútiles y muchas reglas se 
disparan innecesariamente, lo cual tiene un impacto negativo en la eficiencia del proceso 
de respuesta. Por otra parte, porque deben existir todos los hechos en la memoria de 
trabajo, la escalabilidad de la tarea de razonamiento es pobre debido a la memoria RAM 
limitada. Este inconveniente se produce también en el encadenamiento hacia atrás. 
La tarea de contestación de consultas basado en reglas en los sistemas basados en reglas, 
que explota encadenamiento hacia delante, es generalmente un método ineficiente (Bak et 
al., 2011). 
Bak et al. (2011) proponen un método de respuesta de consultas basado en reglas para los 
datos relacionales. En este enfoque se utiliza un conocimiento adicional que se representa 
como un conjunto de reglas y describe los datos de origen en el concepto de nivel 
(ontológica). Las consultas se plantean en los términos de nivel abstracto. Se presentan dos 
métodos. El primero utiliza el razonamiento híbrido y el segundo sólo encadenamiento 
hacia adelante.  
En la Figura 2.7 se muestra la arquitectura propuesta por Bak et al. (2011). La parte 
central, que recoge las aportaciones de otros elementos del sistema y procesa las reglas, 
son uno o dos motores JESS utilizados para adelante y encadenamiento hacia atrás. El 
enfoque híbrido explota tanto razonamiento hacia adelante y hacia atrás. El método hacia 
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atrás es responsable de la recopilación de datos de una base de datos relacional y el 
encadenamiento hacia adelante se utiliza para responder a una consulta determinada. Se 
crea una instancia del motor de Jess para cada método de razonamiento. Significa que 
utilizamos dos instancias del motor de Jess en el enfoque híbrido. 
 
 
Figura 2.7 Arquitectura del método de respuestas basadas en reglas (Bak et al., 2011) 
Las pruebas se realizan sobre la base de conocimientos de los delitos económicos 
seleccionados: desembolsos fraudulentos y el lavado de activos. Estos dos métodos se 
demuestran por la implementación prototipo del sistema acoplado con el motor Jess (Bak 
et al., 2011). 
Los resultados de la iniciativa “Open Rule Bench” que muestra Liang (2009) pone a la 
vista la eficiencia de la presentación de tecnologías de bases de datos deductivas Prolog y 
supera los obtenidos a partir de los correspondientes motores de encadenamiento hacia 
adelante basado en reglas (Bak et al., 2011). 
2.2.8 Ontología basada en sistema experto  
Las instituciones financieras de todo el mundo están obligadas por los gobiernos para 
reportar transacciones sospechosas. Es un hecho establecido que muchas de las estrategias 
de los bancos pueden aprenderse fácilmente y ser esquivadas por los lavadores de dinero 
(Ketkar et al., 2013). El sector financiero ha mostrado una mejora significativa hacia la 
detección de transacciones sospechosas, sin embargo el problema está muy lejos de 
terminar y la variedad de fraudes financieros es aún cambiante (Lewisch, 2008). Las 
técnicas de minería de datos desarrolladas ayudan en la adquisición de conocimiento 
oculto, pero el mayor reto en su aplicación exitosa es la exigencia de datos de 
entrenamiento, además de la alta exigencia computacional (Rajput et al., 2014). 
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Rajput et al. (2014) direccionan el problema proponiendo una ontología basada en un 
sistema experto para la detección de transacciones sospechosas. La ontología consiste en 
dominio del conocimiento y un conjunto de reglas que juntos constituyen un Sistema 
experto. El razonamiento nativo soportado en la ontología es usado para deducir nuevo 
conocimiento de las reglas predefinas de las transacciones sospechosas. 
Rajput et al. (2014) presentan el enfoque para detectar transacciones financieras 
sospechosas por el monitoreo de transacciones individuales. El sistema experto utiliza la 
ontología, así como las reglas para detectar transacciones sospechosas. Los componentes 
esenciales se muestran en la Figura 2.8 y comprende tres pasos principales: (i) 
Construcción de la Ontología, (ii) Razonamiento de la Ontología y (iii) Consulta en 
ontología inferida.  
En la construcción de la ontología, se utiliza la ontología para desarrollar un sistema 
experto. El sistema experto basado en ontologías consiste en el dominio del conocimiento, 
así como algunas reglas para apoyar el razonamiento. Antes de la construcción de la 
ontología, se requieren los datos de pre-procesamiento para seleccionar elementos de datos 
específicos que se pueden transformar en ontología, siendo un paso esencial ya que elimina 
los datos ruidosos y realiza la normalización de datos. Se agrupan todas las transacciones 
dentro de un intervalo de 7 días, agregando valores como la suma de la transacción y la 
frecuencia, se selecciona los registros cuyo monto sea mayor a 1000 dólares y de este 
conjunto también se agrupa aquellas cuya suma supere los 25000 dólares. Lo siguiente es 
el dominio del conocimiento, cuyo objetivo principal es almacenar la base de conocimiento 
de las transacciones de los clientes. La base de conocimientos se construye usando varias 
construcciones de OWL (Lenguaje de Ontología Web), como la jerarquía de clases, 
propiedades de tipo de datos, las propiedades del objeto, restricciones de rango de dominio 
de cada propiedad y casos. Y por último, se construyen las reglas para deducir nuevos 
conocimientos (transacciones sospechosas) a partir del conocimiento existente. Para 
identificar las operaciones sospechosas, las reglas se construyen utilizando las directrices 
contra el lavado de dinero proporcionadas por el Banco Central de Pakistán y 
totalmente/parcialmente implementadas por los bancos comerciales dentro de Pakistán 
(Rajput et al., 2014).  
En el razonamiento de la ontología, Rajput et al. (2014) indican que una vez que la 
ontología se construye junto con las reglas, el razonamiento se aplica en los nuevos 
registros/casos. El razonamiento es un proceso de obtención de nuevos conocimientos que 
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no se expresa explícitamente en la base de conocimientos. El proceso se realiza con la 
ayuda del motor de razonamiento Pellet. La base de conocimiento es procesada por el 
motor de razonamiento y este identifica las transacciones que satisfacen la regla. 
Una vez que el motor de inferencia puebla la clase de transacciones sospechosas, se puede 
consultar  las transacciones para obtener diferente tipo de información (Rajput et al., 2014). 
La finalidad del sistema presentado por Rajput et al. (2014) es la de actuar como una 
herramienta de apoyo a las decisiones, y la decisión final corresponde al tomador de 
decisiones (por lo general, el jefe de cumplimiento en este caso) para considerar una 
operación como sospechosa o no.  
El conjunto de datos contiene 100,000 clientes del banco de Pakistán, que incurrieron en 
8,2 millones de transacciones durante el período de un año. La etapa de pre-procesamiento 
elimina transacciones de montos pequeños y, como resultado, terminó con un total de 
214.062 transacciones. Entre estas operaciones, el sistema experto presentado sugirió el 
2% de las transacciones como sospechoso (Rajput et al., 2014).  
 
 
Figura 2.8 Componentes de la Ontología basada en sistema experto (Rajput et al., 2014) 
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Capítulo 3:  Aplicación de la metodología 
CommonKADS 
En el presente capítulo se explicará la justificación de la elección de la metodología 
CommonKADS para el desarrollo del sistema experto de detección de lavado de activos. 
La metodología CommonKADS representa una de las metodologías más completas para el 
desarrollo de Sistemas Basados en conocimiento y se basa en un conjunto de modelos: 
modelo de organización, modelo de tareas, modelo de agentes, modelo de conocimiento, 
modelo de comunicación y modelo de diseño, que también serán desarrollados en este 
capítulo.  
3.1 Justificación del uso del CommonKADS 
En los trabajos previos de investigación analizados, varios desarrollos para la detección de 
operaciones sospechosas de lavado de activos han sido implementados con técnicas de 
minería de datos. A pesar de que estas técnicas cuentan con un aprendizaje automático, 
dependen en gran sentido de la cantidad y calidad de datos empleados; además de la gran 
cantidad de recursos que consumen en su ejecución. Por otro lado, la detección de 
operaciones sospechosas de lavado de activos depende en última instancia de un experto, 
para validar si los resultados son correctos y si ameritan ser reportados a las entidades 
reguladoras. Por lo tanto, es necesaria la construcción de un sistema experto que realice 
esta tarea, a fin de minimizar la intervención de los expertos, para que estos direccionen su 
atención a problemáticas más complejas de lavado de activos. 
El desarrollo del sistema experto propuesto requiere la guía de una metodología de 
desarrollo de sistemas basados en conocimiento. 
Para el desarrollo de la metodología a aplicar, se requiere la producción de 
representaciones del conocimiento de los expertos y de las especificaciones del diseño en 
la forma de texto o diagramas, documentando así el conocimiento de los expertos y de las 
decisiones importantes de diseño de forma independiente del sistema. El enfoque más 
conocido para la producción de estos documentos es la metodología CommonKADS, que 
propone varios modelos basados en los diagramas, que reflejan el conocimiento desde 
diferentes perspectivas y en diferentes niveles de abstracción (KINGSTON, 1998). 
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CommonKADS es la representante de las metodologías de ingeniería del conocimiento con 
mayor aceptación y ha sido aplicada con éxito en numerosos proyectos. De hecho el resto 
de metodologías la toman como referencia para realizar comparaciones. Más aún, la 
terminología empleada y desarrollada en CommonKADS es la terminología empleada por 
toda la comunidad de adquisición de conocimiento (Iglesias, 1998). 
Se selecciona la metodología CommonKADS para el desarrollo del sistema experto 
planteado por los beneficios mencionados anteriormente y por ser un estándar de facto. 
 





























MODELOS CONTEXTUALES MODELOS CONCEPTUALES MODELO ARTEFACTUAL
 
Figura 3.1 Diagrama de niveles de CommonKADS para el desarrollo del sistema de detección de lavado de activos 
En la Figura 3.1 se indica los pasos de la metodología CommonKADS que se seguirá en el 
presente trabajo. Se inicia realizando los Modelos Contextuales, aquí se recoge la 
información de la entidad financiera y los procesos correspondientes a la prevención de 
lavado de activos. Seguidamente, se elabora los modelos conceptuales que reciben la 
información de los modelos anteriores, las entrevistas con los expertos, la bibliografía 
recogida y las normativas y regulaciones proporcionadas por la entidad reguladora del 
Perú, la Superintendencia de Banca, Seguros y AFP. Por último, se elabora el modelo 
artefactual, donde se realiza la definición de la arquitectura y las especificaciones del 
sistema.  
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3.2 Modelo del Contexto en COMMONKADS 
En esta primera fase  tendremos la identificación del problema de detección de lavado de 
activos, el análisis de los requisitos a grandes rasgos, un estudio adecuado del problema a 
ser tratado por el Sistema experto propuesto y un planteamiento de acciones para 
desarrollar el sistema. En este nivel se realiza de forma secuencial dos estudios que son 
obtenidos de los formularios correspondientes: el estudio de viabilidad tras la creación del 
modelo de la organización y un estudio de impacto y mejoras del sistema tras la definición 
del modelo de tareas y agentes (Palma et al., 2008). 
3.2.1 Modelo de Organización 
En este modelo se realiza un estudio de viabilidad, mediante el estudio de la organización y 
la información obtenida del organigrama, manuales de procesos y oportunidades para el 
Sistema experto. Se ha tomado como caso de estudio un Banco local, siendo la 
organización de gran tamaño. En el desarrollo del modelo se especificará y evaluará al área 
relacionada directamente con el problema tratado, en este caso el área de Cumplimiento y 
Control. 
La metodología CommonKADS provee de cinco plantillas para el modelado de la 
organización (OM-1, OM-2, OM-3, OM-4, OM-5) que se desarrollarán a continuación:  
 (OM-1) Documento de “Problemas y Oportunidades”  
 (OM-2) Documento de “Descripción del área de interés de la organización” 
 (OM-3) Documento de “Descomposición del proceso de negocio”  
 (OM-4) Documento de “Activos de conocimiento de la organización”  
 (OM-5) Documento de “Análisis de viabilidad” 
3.2.1.1 (OM-1) Documento de “Problemas y Oportunidades” 
Se describen los problemas y el contexto de la organización. Así mismo, también se 
propone las posibles soluciones a los problemas detectados (Palma et al., 2008). En la 
Tabla 3.1 se muestra el formulario OM-1, donde se detalla información del área de 
Cumplimiento y Control, así como de la misión y visión, de la organización de la entidad 









 El procedimiento actual de prevención de lavado de activos 
consiste en unos formularios Excel en los que se debe ingresar 
los datos y movimientos financieros del cliente; existen 
consultas a tablas que también deben ser registrados y 
previamente analizados, los cuales arrojarán índices de riesgo; 
para que finalmente calculen el nivel de riesgo total y sea 
clasificado según el resultado. 
 Falta de tiempo para analizar todas los casos reportados en la 
semana, debido a la gran cantidad de operaciones realizadas y la 
poca cantidad de expertos para cubrir todos los casos.  
Oportunidades 
 Se necesita un sistema capaz de identificar y calcular los índices 
de riesgos de manera automática, siempre siguiendo las reglas 
del negocio que certifiquen la veracidad y la consistencia del 
mismo. 
 El sistema de prevención de lavado de activos debe funcionar de 
manera tal que se procese los casos recibidos del conjunto de 
transacciones realizadas en la semana y así obtener el nivel de 
riesgo y clasificación como candidato a presentar o no el 
formato de reporte de operación sospechosa.  
 El SBC debe avisar los niveles de riesgo que se obtenga a partir 
de las reglas dadas y visualizar la justificación de la respuesta 
deducida. 






Visión de la organización 
 Ayudar a sus clientes su situación Financiera, proporcionándoles 
soluciones relevantes a sus necesidades específicas. 
Misión de la organización 
 Llegar a ser el mejor Banco del Perú en ayudar a sus clientes a 
alcanzar sus objetivos. 
Misión del área de Cumplimiento y Control 
 Mitigar el riesgo del lavado de activos en el Banco y de todas las 
empresas subsidiarias y vinculadas del grupo que sean 
supervisadas por la Superintendencia de Banca, Seguros y AFP 
(SBS) y por la Superintendencia del Mercado de Valores 
(SMV), mediante una labor de diseño, desarrollo, 
implementación y supervisión del cumplimiento de las políticas 
y normas legales vigentes aplicables y mejores prácticas en 
prevención, garantizando la sostenibilidad y crecimiento de 
nuestro Grupo. 
Metas del área de Cumplimiento y Control 
 El departamento de cumplimiento y control trata un proceso de 
evaluación de suma importancia que no debería ser controlada 
con un sistema simple y propenso a errores humanos; el objetivo 
principal es servir de apoyo preventivo en la evaluación del 
riesgos de lavado de activos, sugerir acciones que se deben 
llevar a cabo antes diferentes situaciones y reducir el riesgo de 
que la organización financiera sea utilizado para dichos fines.  
 Se encargará de identificar a los clientes que sean considerados 
de alto riesgo y posibles actores sospechosos del lavado de 
dinero; reportándolos inmediatamente a la entidad responsable 
(Unidad de Inteligencia Financiera). De esta manera se podrá 




 La base de conocimientos puede variar según el tiempo que 
transcurra debido a nuevas leyes sobre el lavado de activos, 
como también al cambio en los parámetros de la organización 
para detectar transacciones sospechosas. 
 Las nuevas reglas determinadas, evaluadas y aprobadas por los 
expertos. Estas reglas deberán ser incluidas en el sistema de 
monitoreo. La base de conocimiento deberá adaptarse a las 
nuevas determinaciones del riesgo, tomando en consideración 
las nuevas reglas. 
Soluciones 
 Solución 1: Desarrollar el sistema de forma que arroje los 
resultados coherentes y acertados con respecto a los niveles de 
riesgo del cliente por las transacciones realizadas según el caso 
reportado. El SBC se desarrolla con el objetivo básico de 
clasificar e identificar a los clientes según el nivel de riesgo por 
las transacciones realizadas según el caso reportado. Además, se 
podrá visualizar la justificación del nivel de riesgo obtenido. 
 Solución 2: Contratar un mayor número de expertos en 
prevención de lavado de activos para abastecer la demanda de 
casos a analizar. 
 Solución 3: Continuar con el flujo de trabajo actual y analizar 
solo los casos de mayores montos, y continuar un gran riesgo de 
no cumplir con las normas vigentes si se presentara un caso de 
lavado de activos y que no haya sido reportado.  
Tabla 3.1 Formulario OM-1: Identificación de los problemas y oportunidades orientados al conocimiento de la 
Organización 
Se selecciona la solución 1, ya que la construcción del sistema experto nos permite reducir 
costos y tiempo; además de evitar multas y reducir el riesgo reputacional de la empresa. 
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3.2.1.2 (OM-2) Documento de descripción del área de interés de la organización 
Visualiza el modelo de la organización indicando cómo se estructuran los procesos de los 
negocios, la plantilla de personal que se necesita, los recursos, etc. El conocimiento se trata 
en un apartado como recurso especial por su importancia. La característica principal de 




Documento de aspecto variable (OM-2) 
Estructura 
 El departamento de objeto de estudio es el llamado 
“Departamento de Cumplimiento y Control” que forma parte de 
la Unidad de Prevención de Lavado de Activos (UPLA). 
Procesos 
 El Departamento de Cumplimiento y Control es responsable de 
tomar una decisión sobre la base de la información provista en el 
Informe de Operaciones Inusuales y de, si se requiere, presentar 
un Informe de Transacción Sospechosa, además contactará a la 
sucursal para obtener información adicional que se necesite para 
comprender la naturaleza de la actividad inusual. Es importante 
que las sucursales respondan rápidamente a tales solicitudes. 
 El Departamento de Cumplimiento también ofrecerá orientación 
a la unidad comercial cuando se necesite un proceso de 
diligencia debida mejorada. Al finalizar el análisis respectivo, el 
Departamento de Cumplimiento, normalmente, presentará un 
Informe de Transacción Sospechosa a la autoridad local, 
generalmente llamada Autoridad de Inteligencia Financiera. 
 Aparte de la decisión de si se presenta o no un Informe de 
Transacción Sospechosa, y según corresponda, el Departamento 
de Cumplimiento puede recomendar medidas adicionales para 
reducir el riesgo, las cuales pueden incluso comprender la 
cancelación de la relación con el cliente. El Departamento de 
Cumplimiento junto con la gerencia del sector de actividad 
respectivo tratarán de lograr un consenso con respecto al 
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enfoque acordado. La unidad comercial tomará las medidas 
necesarias para llevar a cabo la diligencia debida mejorada 
adicional, el control o la cancelación de la relación con el 
cliente. 
 Otro punto importante es que el Departamento de Cumplimiento 
puede recomendar medidas adicionales para reducir el riesgo, lo 
que puede conllevar incluso a romper relaciones con el cliente. 
Personal 
 Este departamento está conformado por: 
Un oficial de Cumplimiento. 
7 Analistas de Cumplimiento y Control. 
Un Jefe de Debida Diligencia. 
Un Gerente de Cumplimiento y Control. 
Recursos 
 La labor del personal se realiza dentro de la oficina ambientada 
en la Unidad de Prevención de Lavado de Activos. 
 Se cuenta con un sistema de información implementado en 
Excel que se apoya de la base de datos de la entidad financiera. 
 Las oficinas se encuentran equipadas con salida de línea 
telefónica y computadoras con acceso a internet. 
 Cada personal cumple con sus funciones de control, tales como: 
vigilar y detectar las operaciones sospechosas, adoptar las 
acciones necesarias para su constante capacitación, validar las 
transacciones financieras, obtención y verificación de la validez 
de documentos de identidad adicionales. 
Conocimiento 
 El personal con que cuenta ese departamento es altamente 
capacitado y cuenta con todos los conocimientos requeridos para 
el puesto que desempeñan. Así mismo, es necesario contar con 
conocimiento en el área de derecho y carreras afines. 
 
 La labor del personal asignado es realizado constantemente, 







actitudes sospechosas de los clientes; concluyendo cada fin de 
semana con la “Evaluación Semanal de Casos Reportados de 
actividades sospechosas”. A pesar de ser una labor casi rutinaria, 
el personal debe estar en continua capacitación ya que suelen 
insertarse nuevas modalidades que tratan de soslayar las 
normativas legales y para eso el personal tiene que estar 
preparado.  
Tabla 3.2 Formulario OM-2: Descripción del área de interés de la Organización 
3.2.1.3 (OM-3) Documento de “Descomposición del proceso de negocio” 
Los procesos se describen con mayor detalle, usando un formulario separado para cada uno 
de ellos. Los procesos usados en los negocios o en la operación de la organización se 
desglosan en pequeñas tareas, debido a que el SBC las ejecutará para completar el proceso 
completo. A menudo, se modificarán las tareas de los procesos existentes, o se combinarán 
de diferentes formas (Palma et al., 2008). 
Modelo de organización Descomposición de proceso (OM-3) 
















Prevención de lavado de 
activos.  
Conocimiento en leyes 
vigentes contra el lavado 
de activos. 
Conocimiento en Banca. 
Sí Alta 











Evaluación de Clientes 
de Alto Riesgo. 





















4 Reconfirmar la 
calificación de 

























Procedimiento de envío 
y llenado de ROS. 
Sí Muy 
Alta 
Tabla 3.3 Formulario OM-3: Descomposición de los procesos de la Organización 
3.2.1.4 (OM-4) Documento de “Activos de conocimiento de la organización” 
 El conocimiento es el recurso más importante a analizar para el SBC, por ser el 
componente más valioso de la organización (Palma et al., 2008). 
Modelo de organización Documento de activos de conocimiento (OM-4) 
Recurso de 
conocimiento 













































SÍ NO SÍ 
Procedimiento de 









SÍ NO SÍ 
(*) Ver Tabla 3.3 Formulario OM-3: Descomposición de los procesos de la Organización 
Tabla 3.4 Formulario OM-4: Activos de conocimiento del modelo de la organización 
3.2.1.5 (OM-5) Documento de “Análisis de viabilidad” 
Con la información de los anteriores formularios, se realiza una valoración en conjunto de 
estos elementos en un documento, para que la directiva de la organización pueda tomar las 
decisiones oportunas. Este informe tiene gran importancia porque se debe justificar la 
inversión que se va a realizar en los cambios propuestos (Palma et al., 2008). 
Modelo de la 
organización 
Documento de análisis de viabilidad (OM-5) 
Viabilidad 
Empresarial 
 Con el desarrollo de un SBC que agilice el proceso de 
detección del nivel de riesgo de los casos reportados de 
operaciones inusuales, se podría ampliar el número de 
revisiones de casos con el apoyo y seguridad que brinda el 
SBC, para luego poder obtener y enviar un mayor número de 
casos reportados de “operaciones sospechosas” la unidad de 
inteligencia financiera de Perú. 
 El sistema experto brindará seguridad, fiabilidad y rapidez en 
el proceso de detección de operaciones sospechosas.  
Viabilidad  No existe dificultad de interacción con los usuarios.  
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Técnica  El conocimiento se puede representar fácilmente a través de 
reglas de inferencia, imitando los métodos de razonamiento del 
experto humano.  
 Los requerimientos de hardware y software no son muy 
exigentes como para que representen un obstáculo en la 
implementación del SBC.  
 Se cuenta con el conocimiento necesario en tecnologías y 
lenguajes de programación para llevar a cabo la 
implementación.  
 Para que el sistema experto sea rentable, debe abordarse de 
forma inmediata por la necesidad de detección de los niveles 
de riesgo de las operaciones inusuales. 
Viabilidad del 
Proyecto 
 La entidad financiera considera muy útil la implementación del 
Sistema experto, ya que les permite revisar una mayor cantidad 
de casos de operaciones inusuales, con una mayor seguridad y 
fiabilidad. No existe ningún problema en el presupuesto y la 
única dificultad es que no se atrase el comienzo del desarrollo. 
 Los expertos en lavado de activos se comprometieron en 
apoyar dentro de sus posibilidades (entrevistas, reuniones, 
documentación existente).  
 El costo en la elaboración del sistema experto no incurrirá en 
mayores gastos, ya que será desarrollado usando software 
libre.  
 Se dispone de equipos de cómputo dentro de la organización 
para la correcta implementación del sistema experto.  
Acciones 
Propuestos 
 Se propone implementar un SBC que permita agilizar y 
respaldar la detección del nivel de riesgo de operaciones 
inusuales de los casos reportados con una seguridad óptima y 
fiable. 
Tabla 3.5 Formulario OM-5: Análisis de viabilidad del nuevo sistema 
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3.2.2 Modelo de Tareas 
El modelo de tareas se encarga de refinar el modelo de la organización realizado en el 
punto anterior concretando los elementos y requisitos que necesitará el modelo conceptual 
del sistema. El análisis de impacto y mejoras, comprende el modelo de tareas, el modelo de 
agentes y contiene un formulario resumen del nivel contextual (Palma et al., 2008). 
3.2.2.1 Documento de “Análisis de tareas” (TM-1) 
Describe las tareas que componen los procesos de la organización. Las características 
descritas se refieren a aspectos tanto funcionales (entradas/salidas, flujos de datos, 
descomposición), sobre la estructura de la información que manejan, como del control que 
ejercen sobre otras y cuándo se realizan en el tiempo (Palma et al., 2008). 
Modelo de Tareas Documento de análisis de tareas (TM-1) 
Tarea Recepción y validación de documentación regulatoria de 
clientes. 
Organización Realizada en el Departamento de Cumplimiento y Control. 
Objetivo y valor Con base en las transacciones financieras efectuadas y la 
información solicitada del cliente, se recibe y valida los 
formularios adicionales completados con la información 
proporcionada por el cliente a dar seguimiento, a fin de 
registrar la procedencia de fondos y/o el comportamiento del 
cliente. 
Dependencia y flujos Tarea Dependiente: Monitoreo y recepción de operaciones 
inusuales de clientes. 
Tarea siguiente: Analizar las operaciones inusuales. 
Objetos manipulados Objeto de entrada: Casos inusuales semanales del sistema de 
Monitoreo de transacciones, Ficha de registro de cliente. 
Objeto de salida: Hoja de evaluación de Cliente de Alto 
Riesgo (HEAR), Hoja de Cliente PEP (Persona expuesta 
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políticamente), Formato KYC 
Tiempo y control Frecuencia: Diaria 
Duración: En la mayoría de casos esta tarea dura 1 hora, 
tiempo acumulativo por cliente. 




El conocimiento principal que debe tener el analista de 
cumplimiento es el de conocer en qué consiste y cómo se 
debe llenar los formatos solicitados por la SBS de prevención 
de lavado de activos. Conocer qué documentos se debe 
solicitar al cliente para sustentar la información 
proporcionada. 
Recursos Computadoras, Funcionarios de Negocios y Sistemas de 
información. 
Calidad y eficiencia Se realiza de manera estructurada y se usa sistemas de 
información para registrar toda la información proporcionada 
por el cliente. Bajo el marco legal se hace cumplir los 
procedimientos. 
Tabla 3.6 Formulario TM-1: Descripción de la Tarea “Recepción y validación de documentación regulatoria de 
clientes” 
Modelo de Tareas Documento de análisis de tareas (TM-1) 
Tarea Analizar las operaciones inusuales. 
Organización Realizada en el Departamento de Cumplimiento y Control. 
Objetivo y valor El objetivo de esta tarea es analizar y detectar las operaciones 
sospechosas realizadas por un cliente determinado, con base 
en la información exportada del sistema de monitoreo y la 
proveniente de los formularios llenados correspondiente al 
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cliente. Es importante ya que en esta tarea se obtendrá de 
primera línea si continuar o no el vínculo comercial con el 
cliente. 
Dependencia y flujos Tarea Dependiente: Recepción y validación de 
documentación regulatoria de clientes. 
Tarea siguiente: Reconfirmar la calificación de riesgo 
asignada al caso reportado. 
Objetos manipulados Objeto de entrada: Casos inusuales semanales del sistema de 
Monitoreo de transacciones, Ficha de registro de cliente, Hoja 
de evaluación de Cliente de Alto Riesgo (HEAR), Hoja de 
Cliente PEP (Persona expuesta políticamente), Formato KYC. 
Objeto de salida: Reporte de Operaciones Sospechosas 
(ROS). 
Tiempo y control Frecuencia Semanal y mensual. 
Duración: La tarea dura aproximadamente 8 horas. 




Conocer las reglas que maneja el sistema de monitoreo y las 
condiciones en el que una operación debe reportarse como 
sospechosa. Conocer la información que debe solicitar para el 
llenado del ROS. 
Recursos Computadoras, Funcionarios de Negocios, Sistemas de 
información. 
Calidad y eficiencia Se realiza de manera estructurada pero manual para analizar y 
detectar operaciones sospechosas. Se hace cumplir los 
procedimientos bajo el marco legal. 
Tabla 3.7 Formulario TM-1: Descripción de la Tarea “Analizar las operaciones inusuales” 
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Modelo de Tareas Documento de análisis de tareas (TM-1) 
Tarea Reconfirmar la calificación de riesgo asignada al caso 
reportado. 
Organización Realizada en la Unidad de Prevención de Lavado de activos. 
Objetivo y valor Con base en la información de las operaciones sospechosas 
detectadas, el oficial de cumplimento tiene la función de 
reconfirmar la calificación, así como revisar las operaciones 
no reportadas. 
Dependencia y flujos Tarea Dependiente: Envío de Reporte de Operación 
Sospechosa (ROS). 
Tarea siguiente: Envío de Reporte de Operación Sospechosa 
(ROS). 
Objetos manipulados Objeto de entrada: Reporte de Operaciones Sospechosas 
(ROS). 
Objeto de salida: Reporte de Operaciones Sospechosas  
aprobado o desestimado. 
Tiempo y control Frecuencia Semanal y mensual. 
Duración: La tarea dura aproximadamente 3 horas. 




Conocer las reglas que maneja el sistema de monitoreo y las 
condiciones en el que una operación debe reportarse como 
sospechosa. Conocer la información que debe solicitar para el 
llenado del ROS. 
Recursos Computadoras, documentación regulatoria. 
Calidad y eficiencia Se realiza de manera manual con base en la información 
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proporcionada por el analista. Bajo el marco legal se hace 
cumplir los procedimientos. 
Tabla 3.8 Formulario TM-1: Descripción de la Tarea “Reconfirmar la calificación de riesgo asignada al caso 
reportado” 
 
Modelo de Tareas Documento de análisis de tareas (TM-1) 
Tarea Envío de Reporte de Operación Sospechosa (ROS). 
Organización Realizada en la Unidad de Prevención de Lavado de activos. 
Objetivo y valor Enviar los reportes de operaciones sospechosas a la SBS, con 
el fin de que el ente regulatorio tome las medidas necesarias. 
Dependencia y flujos Tarea Dependiente: Reconfirmar la calificación de riesgo 
asignada al caso reportado. 
Objetos manipulados Objeto de entrada: Reporte de Operaciones Sospechosas 
(ROS) aprobado. 
Objeto de salida: Confirmación de envío. 
Tiempo y control Frecuencia Semanal y mensual. 
Duración: La tarea dura aproximadamente 2 horas. 




Conocer la información que debe solicitar para el llenado del 
ROS. Conocer el procedimiento de la SBS y uso de 
herramientas proporcionadas para el envío de ROS. 
Recursos Computadoras. 
Calidad y eficiencia Se realiza de manera estructurada y manual, haciendo uso de 
las indicaciones y procedimientos proporcionados por la SBS. 
 41 
Bajo el marco legal se hace cumplir los procedimientos. 
Tabla 3.9 Formulario TM-1: Descripción de la Tarea “Envío de Reporte de Operación Sospechosa (ROS)” 
3.2.2.2 Documento de “Análisis de los cuellos de botella del conocimiento” (TM-2) 
Describe los componentes de conocimiento con un mayor detalle, indicando las 
debilidades y cuellos de botella relacionadas con áreas específicas del conocimiento. El 
objetivo es mejorar el uso del conocimiento en la organización (Palma et al., 2008). 
 
Modelo de Tareas Documento de análisis de los cuellos de botella del 
conocimiento (TM-2) 
NOMBRE Elaboración de informes regulatorias de prevención de lavado 
de activo y solicitud de documentación de sustento. 
POSEIDO POR Analista de cumplimiento 
USADO EN LA TAREA Recepción y validación de documentación regulatoria de 
clientes. 




Sí/No ¿Cuello de botella? / ¿Qué se puede mejorar? 
Formal. Riguroso Sí  
Empírico, cuantitativo Sí  
Heurístico, sentido común No  
Altamente especializado, 
especifico del dominio 
No  
Basado en la experiencia No  
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Basado en la acción Sí  
Incompleto No  
Incierto, puede contener 
incorrecciones 
Sí  
Bastante cambiante Sí De acuerdo a las nuevas regulaciones de la SBS. 
Difícil de verificar No  
Tácito, difícil de transferir No  
Forma del conocimiento Sí/No ¿Cuello de botella? / ¿Qué se puede mejorar? 
Mental Sí  
Papel Sí  
Electrónico Sí  
Habilidades Sí  
Otras ---  
Disponibilidad del 
conocimiento 
Sí/No ¿Cuello de botella? / ¿Qué se puede mejorar? 
Limitaciones de tiempo Sí  
Limitaciones de espacio No  
Limitaciones de acceso No  
Limitaciones de calidad No  
Limitaciones de forma No  
Tabla 3.10 Formulario TM-2: Especificación del conocimiento “Recepción y validación de documentación 
regulatoria de clientes” 
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Modelo de Tareas Documento de análisis de los cuellos de botella del 
conocimiento (TM-2) 
NOMBRE Evaluación y detección de operaciones sospechosas. 
POSEÍDO POR Analista de cumplimiento. 
USADO EN LA TAREA Analizar las operaciones inusuales. 




Sí/No ¿Cuello de botella? / ¿Qué se puede mejorar? 
Formal. Riguroso Sí  
Empírico, cuantitativo Sí  
Heurístico, sentido común No  
Altamente especializado, 
especifico del dominio 
Sí Sí / Podría respaldarse por un sistema SBC 
Basado en la experiencia No  
Basado en la acción Sí  
Incompleto No  
Incierto, puede contener 
incorrecciones 
Sí Probabilidad media de errores por la gran cantidad 
de información manejada. 
Bastante cambiante Sí Sí / De acuerdo a las nuevas regulaciones de la 
SBS y a nuevas formas de lavado, se puede 
mejorar la administración de reglas. 
Difícil de verificar No  
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Tácito, difícil de transferir No  
Forma del conocimiento Sí/No ¿Cuello de botella? / ¿Qué se puede mejorar? 
Mental Sí  
Papel Sí  
Electrónico No Sí / Se debe consultar la información de las 
operaciones sospechosas reportadas en tiempo real 
y automatizada para casos futuros, estadísticas, 
mejoras y reportes. 
Habilidades Sí  
Otras ---  
Disponibilidad del 
conocimiento 
Sí/No ¿Cuello de botella? / ¿Qué se puede mejorar? 
Limitaciones de tiempo Sí Sí / Se puede agilizar el tiempo de evaluación y 
detección. 
Limitaciones de espacio No  
Limitaciones de acceso No  
Limitaciones de calidad No Sí / Se puede automatizar para obtener 
información más confiable para evaluación de 
casos siguientes. 
Limitaciones de forma Sí Sí / Debería ser transferido al SBC 
Tabla 3.11 Formulario TM-2: Especificación del conocimiento “Evaluación y detección de operaciones 
sospechosas” 
3.2.3 Modelo de Agentes 
Describe cada uno de los agentes involucrados de la organización, indicando sus funciones, 
responsabilidades y obligaciones. Para este caso se han identificado los siguientes agentes: 
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 Oficial de Cumplimiento 
 Analista de cumplimiento y Control 
3.2.3.1 (AM-1) Documento de “Descripción de agentes” 
El propósito es comprender los papeles y capacidades de los elementos activos de la 
organización (puede ser personal de la empresa o sistemas de información) para ejecutar 
tareas, normalmente compartidas. Aunque esta información puede estar ya especificada en 
otros documentos, puede servir para realizar cambios en las asignaciones de las tareas 
(Palma et al., 2008). 
Modelo de Agentes Documento de descripción de agentes(AM-1) 
Nombre Oficial de Cumplimiento 
Organización Realizada en la Unidad de Prevención de Lavado de Activos. 
Involucrado en Monitoreo y recepción de operaciones inusuales de clientes. 
Reconfirmar la calificación de riesgo asignada al caso 
reportado. 
Envío de Reporte de Operación Sospechosa (ROS). 
Comunicado con Analista de Cumplimiento y Control. 
Conocimiento Normativas de Prevención de lavado de activos.  
Conocimiento en leyes vigentes contra el lavado de activos. 
Conocimiento en Banca. 
Procedimiento de detección de operaciones sospechosas. 
Otras Competencias Manejo de herramientas Office. 
Responsabilidades y 
Obligaciones 
Procedimiento de detección de operaciones sospechosas. 
Procedimiento de envío y llenado de ROS. 
Tabla 3.12 Formulario AM-1: Descripción del Agente “Oficial de cumplimiento” 
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Modelo de Agentes Documento de descripción de agentes(AM-1) 
Nombre Analista de Cumplimiento y Control 
Organización Realizada en el Departamento de Cumplimiento y Control. 
Involucrado en Recepción y validación de documentación regulatoria de 
clientes. 
Analizar las operaciones inusuales. 
Comunicado con Oficial de cumplimiento 
Conocimiento Políticas de conocimiento de clientes. 
Procedimiento de detección de operaciones sospechosas. 
Normativas de Prevención de lavado de activos.  
Conocimiento en leyes vigentes contra el lavado de activos. 
Otras Competencias Conocimiento de herramientas Office. 
Responsabilidades y 
Obligaciones 
Evaluación de Clientes de Alto Riesgo. 
Evaluación de Clientes PEP. 
Procedimiento de detección de operaciones sospechosas. 
Tabla 3.13 Formulario AM-1: Descripción del Agente “Analista de Cumplimiento y Control” 
3.2.4 Informe de Conclusiones 
El resumen final de los anteriores formularios se describe en un informe de conclusiones y 
acciones que deben llevarse a cabo especificadas en el formulario OTA-1 (Palma et al., 
2008). 
3.2.4.1 (OTA-1) Documento de “Recomendaciones y Acciones de mejoras” 
Este documento integra los documentos anteriores para servir a la toma de decisiones de 
cambios a la directiva de la organización, es decir, la construcción del SBC. Aunque no se 
lleve a cabo la construcción del SBC, este estudio servirá para sacar a la luz muchas 
medidas y mejoras para la productividad de la empresa en estudio (Palma et al., 2008). 
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Modelo de organización, 
tareas y agentes 
Documento de “Recomendaciones y acciones de 
mejoras” (OTA-1) 
 
Impactos y Cambios en 
la Organización 
 
De implementarse el SBC, no va a suponer una 
modificación en la organización de la empresa. 
Con el SBC se obtendrá la eliminación del análisis de 
riesgo de los casos reportados en formularios de Excel. 
Capacitación a los trabajadores encargados del uso del 
SBC. 
Impactos y Cambios en 
las Tareas y Agentes 
 
Se elimina el uso de ingreso y salidas de información 
mediante las hojas de Excel. 
Menor número de actividades en el proceso. 
Optimización en la realización de tareas, mayor 
seguridad de que cada uno se lleve de la mejor manera y 




Compromiso del personal de buena disposición a los 
cambios propuestos y a estar comprometidos para llevar 
a cabo con éxito la implementación del SBC. 
Compromiso de documentar los procesos y tareas, 
además de entregar la documentación elaborada.  
Acciones y Propuestas 
 
Compromiso por parte del personal de la entidad 
financiera. 
Elaborar un sistema experto que permita la 
determinación del nivel de riesgo de los casos de 
operaciones inusuales reportados. 
Verificación y validación del sistema experto. 
Tabla 3.14 Formulario OTA-1: Recomendaciones y acciones de mejora 
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3.3 Modelado Conceptual 
En este apartado se especifica la conceptualización del sistema en COMMOKADS, basada 
en el Modelo de la Organización del apartado anterior y que servirá como entrada para la 
construcción del Modelo de Diseño del sistema basado en conocimiento sobre la 
determinación del nivel de riesgo de casos de operaciones sospechosas. Abarca la 
realización del Modelo de Conocimiento que representa los conocimientos y 
requerimientos de razonamiento para el futuro sistema, y el Modelo de Comunicación que 
especifica las necesidades del sistema respecto a la interacción entre los agentes internos o 
externos (Palma et al., 2008). 
3.3.1 Modelo de Conocimiento 
Aquí se describen en detalle las estructuras y elementos del conocimiento del Sistema 
Basado en Conocimiento, sin hacer referencia a los detalles de implementación. Para 
construir este modelo, COMMONKADS se basa en la notación de UML como esquemas 
gráficos de representación de los distintos componentes (Palma et al., 2008). 
3.3.1.1 Adquisición del conocimiento 
En esta etapa se recopiló la información necesaria para la construcción del modelo 
conceptual, sirviendo como fuentes los manuales de procedimiento que sirven como guía 
para la realización de tareas del área, así como las entrevistas con los expertos para 
identificar el procedimiento y juicios que se siguen para calcular el riesgo de un caso 
inusual reportado y, por último, también se tomó las normativas vigentes contra el lavado 
de activos, proporcionadas por la Superintendencia de Banca, Seguros y AFP. 
3.3.1.2 Conocimiento del dominio 
Describe el conocimiento básico y relevante del dominio sobre el cual se va a desarrollar el 
Sistema de experto de detección de lavado de activos. En esta representación se hace 
referencia explícita a los conocimientos propios del dominio. Contiene dos tipos de 
elementos: esquemas del dominio y bases de conocimiento.  El primero es una descripción 
esquemática del conocimiento e información estática específicos del dominio a través del 
número de definiciones tipos. 
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3.3.1.2.1 Conceptos 
Se ha definido 8 conceptos, los cuales permiten abstraer la estructura de un hecho 
asignando nombres a cada uno de sus campos, tal como se muestra en la Figura 3.2. 
 Caso reportado: Almacena el caso inusual extraído del sistema de monitoreo, contiene 
los datos relacionados a las operaciones realizadas que generaron el caso. 
 Persona Natural: Almacena los datos del cliente tipo persona natural que está 
relacionada al caso reportado.  
 Persona Jurídica: Almacena los datos del cliente tipo persona jurídica que está 
relacionada al caso reportado.  
 Cuenta Cliente: Almacena los datos relacionados al vínculo de la persona con la 
entidad financiera, como el número de cuenta, el Fondo de comercio asignado a la 
cuenta, el código del CIIU.  
 Analista de Cumplimiento: Almacena los datos del analista de cumplimiento que se 
encarga de la evaluación del caso, quien es un usuario interno de la entidad financiera. 
 Resultado de evaluación: Almacena los datos de los resultados obtenidos después de 
analizar el caso. 
 Reporte de Operación Sospechosa: Almacena los datos del reporte que se enviara a 
la entidad de reguladora, si el caso resulta sospechoso de lavado de activos. 
 Lista Base Negativa: Almacena los datos referentes a las personas naturales o 








Apellido Paterno : String



















Condición en que interviene
Cuenta Cliente
Número Cuenta










Presunto Delito Precedente : String
Código Cliente
Relación con sujeto Obligado
Vinculado?
Razón de No vinculado
Fecha de Retiro
Tipo operación reportada
Detalle Otro Tipo Operación : String






Descripción Resultado : String
Lista Base Negativa
Código Lista






Razón Social : String
Objeto Social : String
Partida Electrónica
Sede Registral
Ingreso Anual Declarado Moneda







Figura 3.2 Conceptos del conocimiento de dominio 
En la Figura 3.3 se muestra los niveles de riesgos existentes para un caso inusual, si el 
riesgo es alto, se determina la operación como sospechosa. 
Riesgo del Caso
Riesgo Alto
Resultado entre 36 y 70
Riesgo Alto Medio
Resultado entre 30 y 35
Riesgo Medio
Resultado entre 25 y 29
Riesgo Medio Bajo
Resultado entre 22 y 24
Riesgo Medio Bajo
Resultado entre 14 y 21
 






















pertenece a Persona Jurídica
 
Figura 3.4 Relación entre los conceptos 
En la Figura 3.4 se muestra las relaciones principales entre los conceptos identificados para 
la detección de lavado de activos. Una cuenta cliente pertenece a una persona que puede 
ser Natural o jurídica, así mismo, esta cuenta se vincula con el caso reportado, que será 
analizado y evaluado por el analista de cumplimiento asignado. Por último, el analista de 
cumplimiento obtiene un resultado de evaluación donde se identifica el riesgo, que servirá 
para determinar si reportar o no el caso como sospechoso. 





Rol de la entrada dinámicaol de la entrada diná ica Rol de la entrada dinámicaol de la entrada diná ica
Se obtiene unSe obtiene un
 










Figura 3.6 Representación gráfica del tipo de Regla Acción de detección 
En la Figura 3.6 se muestra el tipo de regla acción de evaluación, donde el caso reportado 
por el sistema de monitoreo pasa por la acción de evaluación para obtener un resultado de 
riesgo.  
En la Figura 3.7 se muestra el tipo de regla de acción de reportar, donde el resultado 
obtenido en la acción de evaluación pasa por la acción de reportar y según el riesgo se 
envía el reporte de operación.  
3.3.1.3 Conocimiento sobre inferencias 
En el conocimiento por inferencia se describe cómo las estructuras estáticas revisadas en el 
conocimiento del dominio se enlazan para llevar a cabo un proceso de razonamiento. 
 
Información del caso Evaluar Riesgo de información
Caso Reportado Riesgo Resultado
Acción de evaluar
Acción de evaluar
Proyección en el documento de la inferenciaProyección en el docu ento de la inferencia
Rol estáticool estático
Rol de la entrada dinámicaol de la entrada diná ica Rol de la entrada dinámicaol de la entrada diná icaInferenciaInferencia
 
Figura 3.7 Diagrama de inferencia para el problema de evaluar Caso 
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Alto Riesgo Reportar Operación Sospechosa
Resultado de 
Evaluación




Proyección en el documento de la inferenciaProyección en el docu ento de la inferencia
Rol estáticool estático
Rol de la entrada dinámicaol de la entrada diná ica Rol de la entrada dinámicaol de la entrada diná icaInferenciaInferencia
 
Figura 3.8 Diagrama de inferencia para el problema de Reportar Caso 
En la Figura 3.7 y 3.8 se muestra los procesos de inferencia realizados. Con base en el caso 
reportado, se obtiene la información del mismo y la información del cliente asociado al 
caso, para determinar el riesgo total que determinará si reportar el caso como sospechoso 
de lavado de activos. 
3.3.1.4 Conocimiento de tareas 
El conocimiento de la tarea es la categoría del conocimiento que describe las metas y 
estrategias que deben seguirse para alcanzar los objetivos del SBC. 
Tarea de Analizar las operaciones inusuales. 
Analizar Caso Reportado
Obtener Resultado de riesgo
Determinar si se debe reportar
Reportar
 
Figura 3.9 Conocimiento de tareas 
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En la Figura 3.9 se muestra el análisis del caso reportado, donde se tienen los siguientes 
campos que determinarán el riesgo final del caso.  
 Número de Casos Reportados: El riesgo se determina con base en el número de casos 
reportados que el cliente ha tenido anteriormente. Puede tomar valores del 1 al 5. 
 Número de transacciones realizadas: El riesgo se calcula con base en el número de 
transacciones realizadas por el cliente y que han generado el caso reportado. 
 Monto de operaciones: El riesgo se determina con base en el monto total de todas las  
transacciones que están contenidas en el caso reportado. 
 Tipo de Cliente: Se determina el riesgo con base en el tipo de cliente. Se especifican 
los tipos de clientes existentes en la Tabla 3.15.  
 Zona Geográfica – Provincia: Se determina el Riesgo con base en la provincia donde 
se realizó la transacción. 
 Zona Geográfica – Distrito: Se determina el Riesgo con base en el distrito donde se 
realizó la transacción. 
 Nacionalidad: Se determina el Riesgo con base en la nacionalidad de la persona que 
realizó la transacción. 
 Número de años de Antigüedad de Cliente: Se calcula el riesgo con base en el 
número de años que tiene la persona como cliente de la entidad financiera. 
 Llenado de Hoja de evaluación de Alto Riesgo: Se determina el riesgo con base en la 
información del cliente, si el cliente es de alto riesgo y tiene el formato HEAR 
debidamente llenado.  
 Hoja de PEP: Se determina el riesgo con base en la información del cliente, si el 
cliente es PEP y tiene el formato de cliente PEP debidamente llenado.  
 KYC: Se determina el riesgo con base en la información del cliente, si el cliente ha 
presentado el formato KYC (Know your customer).   
 Sujeto Obligado: Se determina el riesgo con base en la información del cliente, si el 
cliente es un sujeto obligado y tiene oficial de cumplimiento.   
 World Check: Se determina el riesgo con base en la información del cliente, si el 
cliente está en la base de datos interna de World Check.   
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 MP/PJ: Se determina el riesgo con base en la información del cliente, si el cliente está 
en la base interna MP/PJ. 
 ROS: Se determina el riesgo con base en la información del cliente, si el cliente ha 
presentado el ROS (Reporte de operación sospechosa) anteriormente y ha justificado la 
procedencia de sus fondos. 
Código Tipo de Cliente 
J01 Empresas Corporativas 
J02 Grandes Empresas 
J03 Medianas Empresas 
J04 Pequeña Empresa 
J05 Institución sector gobierno 
J06 Otras Instituciones 




N04 Preferente Premium 
N05 Persona Natural PEP 
Tabla 3.15 Tipos de Clientes 
 
Modelo de Conocimiento Documento sobre el Modelo de Conocimiento (KM-1) 
Modelo de Conocimiento 
El SBC contiene la descripción de todos los índices de 
riesgo que la entidad financiera toma en cuenta para la 
evaluación de los casos sospechosos de lavado de activos, 
además de las normativas dadas por la entidad reguladora 
a la entidad financiera para ser aplicadas en la detección 
de lavado de activos. 
El modelo principal de muestra en las figuras 3.2, 3.4, 
3.5, 3.6, 3.7, 3.8 y 3.9, donde se representa los conceptos, 
relaciones inferencias y tareas, respectivamente. 
Fuentes de Conocimiento 
Usadas 
Las fuentes principales han sido los manuales de 
normativas vigentes contra el lavado de activos de la 
Superintendencia de Banca y Seguros, material de 
capacitación del personal para la prevención de lavado de 
activos, manual de procedimiento del área de 
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cumplimiento y prevención de lavado de activos y el 
conocimiento de los analistas expertos del área de 
Cumplimiento y Prevención de lavado de activos.  
Glosario 
En el Anexo Glosario de términos se describen todos los 
términos usados en el sistema. 
Componentes 
No se ha encontrado bases de conocimiento que puedan 
ser utilizadas en el sistema. 
Escenarios Considerados 
Para la implementación y/o estudio del sistema experto se 
ha hecho sobre un total de 251 casos, dentro del periodo 
de una semana. 
Resultados de Validación Se han simulado con éxito 251 casos de clientes. 
Material de Adquisición 
de Conocimiento 
La documentación obtenida en el proceso de adquisición 
se encuentra en los Anexos. 
Tabla 3.16 Formulario KM-1: Documentación del Modelo de Conocimiento 
3.3.2 Modelo de Comunicación 
En el modelo de comunicación se describe de forma detallada los procesos de transferencia 
de información y conocimiento entre el SBC y otros agentes externos. En este modelo se 
especifica las formas de transmisión tras la consecución de productos generados por los 
agentes.  
El Plan de comunicaciones comprende los siguientes elementos: 
 Tareas, existen varias tareas en el formulario TM-1, las cuales son las tareas 
principales e intensivas en conocimiento para el proceso de detección de lavado de 
activos.   
 Funciones de transferencia del Modelo de conocimiento. Existe una función de 
transferencia OBTAIN, como se observa en la estructura de inferencias 
desarrollada. 
 Agentes implicados. Existen tres agentes implicados: la base de datos que contiene 
los datos de los clientes, el analista de cumplimiento que realiza el registro de los 
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datos del caso, el sistema de monitoreo donde se extrae los casos inusuales 
reportados y un nuevo agente que es el sistema experto, realizara la evaluación del 
caso y reemplazar la función de la detección al analista de cumplimiento. 
A continuación, en la Figura 3.10 se muestra el diagrama de diálogo que representa todas 
las transacciones de información entre los agentes identificados y la tarea “Analizar las 
operaciones inusuales”. Se inicia con la exportación de casos inusuales extraídos del 
sistema de monitoreo por el Analista de cumplimiento, para luego ser ingresados al 
Sistema experto. Una vez ingresados los casos, el sistema experto leerá la información de 
la base de datos de clientes existente y el analista ingresará la información adicional 
necesaria al sistema experto, para dar paso a la evaluación del caso y determinar el riesgo. 
 
Diagrama de diálogo del plan de comunicación
Gestor de Base de Datos
Analista de Cumplimiento y 
Control







Iniciar Evaluación de 
Casos
TR: Ingresar Casos Inusuales
Obtener información 
Regulatoria de Cliente
OBTAINTR: Ingresar Información de Cliente Datos ClienteObtener información Cliente
Finalizar evaluación Evaluar CasoRegistrar Resultado Evaluación
Reportar Operación 
Sospechosa
TR: Reportar Operación Sospechosa
 
Figura 3.10 Diagrama de dialogo del plan de comunicaciones 
Como complemento al plan de comunicaciones, en la Figura 3.11 se muestra el diagrama 
de transición de estados que específica el control sobre las transacciones mostradas en la 
Figura 3.10. 
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Evaluación de Caso 







Traer información de Base de datos
Indicar Riesgo / Actualizar Caso
 
Figura 3.11 Diagrama de transición de estados 
 Las tablas 3.16, 3.17, 3.18, 3.19 y 3.20 describen el detalle de las cinco transacciones  
identificadas para el sistema experto en los formularios CM-1. 
Modelo de Comunicación Documento sobre el Modelo de Comunicación 
(CM-1) 
Nombre de la transacción Ingresar Casos: Se ingresa uno o un conjunto de 
nuevos casos inusuales para iniciar el análisis. 
Objetos de información Caso Reportado. 
Agentes involucrados El analista de cumplimiento deberá ingresar el caso 
exportado del sistema de monitoreo. 
Plan de comunicaciones Referencia el plan de comunicaciones. 
Restricciones El sistema debe registrar el caso e iniciarlo en estado 
pendiente, además de emitir un mensaje de 
confirmación de registro. 
Especificación del intercambio 
de información 
El tipo de mensaje es “Registro Satisfactorio” y “No 
Satisfactorio”. 
Tabla 3.17 Formulario CM-1 para la transacción “Ingresar Casos” 
 
 59 
Modelo de Comunicación Documento sobre el Modelo de Comunicación 
(CM-1) 
Nombre de la transacción Ingresar datos de cliente: Se ingresa los datos 
asociados al cliente y a las transacciones bancarias 
incluidas en el caso, así como la información 
regulatoria. 
Objetos de información Caso Reportado, Datos de cliente. 
Agentes involucrados El analista de cumplimiento deberá ingresar el caso 
exportado del sistema de monitoreo. 
Plan de comunicaciones Referencia el plan de comunicaciones. 
Restricciones El sistema debe grabar la información registrada por 
el analista de cumplimiento. 
Especificación del intercambio 
de información 
El tipo de mensaje es “Registro Satisfactorio” y “No 
Satisfactorio”. 
Tabla 3.18 Formulario CM-1 para la transacción “Ingresar datos de cliente” 
Modelo de Comunicación Documento sobre el Modelo de Comunicación 
(CM-1) 
Nombre de la transacción Obtener datos de cliente: Se obtiene los datos 
asociados al cliente que se encuentra en la base de 
datos de clientes. 
Objetos de información Caso Reportado, Datos de cliente. 
Agentes involucrados El sistema experto deberá obtener la información del 
cliente de la base de datos existente. 
Plan de comunicaciones Referencia el plan de comunicaciones. 
Restricciones El sistema debe grabar los datos para su posterior 
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evaluación. 
Especificación del intercambio 
de información 
El tipo de mensaje es la conexión exitosa o no 
exitosa. 
Tabla 3.19 Formulario CM-1 para la transacción “Obtener datos de cliente” 
Modelo de Comunicación Documento sobre el Modelo de Comunicación 
(CM-1) 
Nombre de la transacción Registrar resultado de evaluación: Se evalúa el caso 
y se registra los resultados. 
Objetos de información Riesgo del Caso reportado. Se calcula en el proceso 
de evaluación de Casos. 
Agentes involucrados El analista de cumplimiento inicia la acción de 
evaluar y recibe el resultado del riesgo detectado por 
el Sistema experto. Si el riesgo es alto, el analista 
deberá enviar el Reporte de operación Sospechosa. 
Plan de comunicaciones Referencia el plan de comunicaciones. 
Restricciones El sistema registra el riesgo calculado y lo muestra 
en pantalla. El analista de cumplimiento visualiza el 
Riesgo de la pantalla.  
Especificación del intercambio 
de información 
El tipo de mensaje es “Riesgo calculado”. 
Tabla 3.20 Formulario CM-1 para la transacción “Registrar resultado de evaluación” 
Modelo de Comunicación Documento sobre el Modelo de Comunicación 
(CM-1) 
Nombre de la transacción Reportar operación sospechosa: Con base en el 
riesgo obtenido se determina si Reportar el caso 
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como sospechoso. 
Objetos de información Caso Reportado, Riesgo. 
Agentes involucrados El analista de cumplimiento debe reportar la 
operación sospechosa si el riesgo es alto. 
Plan de comunicaciones Referencia el plan de comunicaciones. 
Restricciones El analista debe preparar el Reporte de operación 
sospechosa. 
Especificación del intercambio 
de información 
El tipo de mensaje es el riesgo obtenido. 
Tabla 3.21 Formulario CM-1 para la transacción “Reportar operación sospechosa” 
En la Tabla 3.21 se muestra la estructura interna de la transacción “Registrar resultado de 
evaluación”. Las otras transacciones no fueron seleccionadas debido a que su intercambio 
de mensajes es simple. 
Modelo de Comunicación Documento sobre el Modelo de Comunicación 
(CM-2) 
Transacción Registrar resultado de evaluación. 
Agentes Involucrados Emisor: El analista de cumplimiento inicia la acción 
de evaluar caso. Receptor: El sistema experto recibe 
la acción y evalúa el caso calculando el riesgo. 
Ítems de Información  Rol: el riesgo mostrado en pantalla es un objeto 
central de información. 
Forma: Riesgo, descripción del caso y características 
del caso y cliente que determinan el riesgo indicado. 
Especificación de los mensajes 
Calcular Riesgo 
Tipo: acción 






objeto iniciador de cálculo de riesgo. 
Tipo: informe 
Contenido: Riesgo resultado, información de las 
características que determinan el riesgo obtenido. 
Control de Mensajes Envío de petición de cálculo de riesgo, recepción de 
riesgo calculado. 
Tabla 3.22 Formulario CM-2 para la transacción “Registrar resultado de evaluación” 
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3.4 Modelo del Artefactual 
El modelado artefactual consiste en la construcción que irá recogiendo las especificaciones 
del producto final. El proceso de diseño del sistema del sistema se basa en las restricciones 
y requisitos especificados en los análisis de los anteriores Modelos de la organización, 
Tareas, Agentes, Conocimiento y Comunicación. 
3.4.1  Diseño de la arquitectura del sistema 
El diseño de la arquitectura permitirá la identificación de los subsistemas que componen la 
arquitectura del Sistema experto de detección de lavado de activos, la definición de los 
elementos de control y comunicación. 
3.4.1.1 Arquitectura Global del sistema 
La Figura 3.12 muestra la arquitectura modelo-vista-controlador, la cual será usada en la 
presente tesis. El modelo de la aplicación contiene las funciones de razonamiento, los datos 
de la base de conocimiento y los roles dinámicos del sistema. Luego están las vistas 
externas de las funciones y los datos incluidos en el modelo de aplicación, estas 
representan las interfaces de usuario. Por último, se presenta el controlador donde se 
implementará las transacciones indicadas en el modelo de comunicación. 
Controlador
Gestión de las entradas externas  
(agentes) e internas (funciones
Vistas
Visualizan lo resultados a agentes 
externos (interfaces).
Modelo de la aplicación




Llamadas a funciones Actualizaciones











Figura 3.13 Arquitectura del modelo de aplicación para un sistema experto según CommonKADS (Betanzos et al., 
2014) 
La Tabla 3.22 muestra el formulario DM-1 que resume los resultados del primer paso del 
proceso de diseño. 
Modelo de Diseño Formulario DM-1: Arquitectura del Sistema 
Decisiones arquitectónicas Formato 
Organización de los Subsistemas Arquitectura MVC (ver Figura 5.9) 
Modelo de Control El régimen del control general está dirigido por 
eventos. 
El usuario maneja el sistema mediante el envío de 
peticiones. 
El control del sistema se lleva a cabo 
respondiendo las solicitudes del usuario. 
Descomposición de los 
Subsistemas  
En la Figura 3.12 se puede ver la descomposición 
del subsistema modelo de aplicación. Se ha 
seguido una aproximación orientada a objetos.  
Tabla 3.23 Formulario DM-1 Arquitectura del Sistema 
 65 
3.4.1.2 Plataforma de Implementación 
La Tabla 3.23 muestra la plataforma a utilizar en el desarrollo e implementación del 
sistema. 
Modelo de Diseño Formulario DM-2: Plataforma de 
Implementación 
Producto Software AML-SYSTEM 
Hardware Potencial / Desarrollo Procesador Core i5, Memoria RAM 4 GB  
Librería de visualización CLIPS como motor de inferencia. 
Múltiples vistas: módulo de evaluación de 
Casos y módulo de consultas. 
Lenguaje de implementación El motor de inferencia está basado en el 
encadenamiento hacia adelante. 
Java: Orientación a objetos.  
MySQL: Software Libre 
Representación del conocimiento Conocimiento declarativo: CLIPS para JAVA. 
Permite definición de reglas. 
Se usa conocimiento que provienen de reglas 
declarativas se utilizó el motor ClipsJNI 
Protocolos de Interacción Se utilizó el protocolo JDBC 
Soporte para CommonKADS Java no da soporte a CommonKADS 
Tabla 3.24 Formulario DM-2 Plataforma de implementación 
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Capítulo 4:  Sistema Experto de detección del riesgo 
de casos reportados de operaciones 
sospechosas de lavado de activos 
En  el  presente  capítulo  se  describen  los  principales  componentes  del  sistema 
desarrollado,  así  como  la descripción de las funcionalidades de cada módulo. También  
se  describe  el  proceso  de inferencia de las reglas.  
4.1 Arquitectura del sistema 
Tal como se muestra en la Figura 4.1, los  componentes  del  sistema  experto  de   
detección del riesgo de los casos de operaciones inusuales sospechosas de lavado de 
activos constan  de  una  base  de conocimientos, un  motor de  inferencia, una  base de 
hechos  y una  interfaz de usuario, además, cuenta con un módulo de importación de casos 











MODULO DE MANTENIMIENTOMODULO DE IMPORTACION DE CASOS
 
Figura 4.1 Arquitectura del sistema experto de detección de lavado de activos 
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4.2 Motor de inferencia 
Está conformado por el motor de inferencia de CLIPS, al cual se accede a través de la 
librería CLIPSJNI que se encarga de ejecutar el lenguaje CLIPS en Java para el disparo de 
reglas y procesamiento de inferencias. 
 
Figura 4.2 Integración de Clips con Java  
En la Figura 4.2 se muestra la instanciación del motor de inferencia en el lenguaje Java, 
gracias  a  las  funcionalidades  provistas  por  CLIPSJNI.  La  base  de  conocimiento  es 
cargada desde un archivo con extensión .clp en lenguaje Clips. 
4.3 Base de hechos 
La base de hechos está conformada por las características particulares del caso de 
operación inusual,  la nacionalidad, zona geográfica de la operación y tipo de clientes. La  
información  de  los  clientes, países, provincias, departamentos se encuentran almacenadas 
en tablas de la base de datos, la cual es consultada cada vez que se ejecuta la aplicación y 
cuyo mantenimiento corre por responsabilidad de la organización.  
Como se ve en la Figura 4.3, el usuario debe seleccionar las características del caso 
reportado, así como del cliente en evaluación. El  sistema  evalúa  esta información con el 
conocimiento disponible en la base de conocimientos para hallar el riesgo del caso de 




Figura 4.3 Ventana inicial de evaluación del caso 
4.4 Base de conocimiento 
Para la representación del conocimiento se trabajó con reglas declarativas. Las inferencias 
se producen en un encadenamiento  hacia adelante, donde se parte de premisas  para  llegar  
a  las  conclusiones.  En la Figura 4.4 se muestra la estructura de un regla del sistema, esta  
regla otorga un peso de acuerdo al monto ingresado en el sistema, que sirve para 
determinar el nivel de riesgo de un caso de operación inusual de posible lavado de activos. 
 
Figura 4.4 Ejemplo de regla por monto ingresado 
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Para la construcción de la base de conocimiento se realizaron varias reuniones con los 
expertos en detección de casos de lavado de activos, con el fin de obtener todas las reglas 
correctamente. Además la base de conocimientos se ha ido afinando con varias iteraciones 
de tal manera que las reglas resultaran correctamente codificadas para nuestro sistema 
experto. Debido a lo anteriormente mencionado se ha obtenido una base de conocimiento 
con un 98.81% de índice de acuerdo para los 251 casos de prueba a la cuarta iteración 
realizada. 
El detalle de todas las reglas se visualizan en el Anexo A (Base de conocimiento). 
4.5 Módulo de importación de casos de operaciones inusuales 
Éste módulo permite importar los casos que se han reportados como operaciones inusuales 
y que necesitan ser evaluados para determinar si son casos de operaciones sospechosas, es 
decir, si su evaluación tiene un nivel de riesgo alto. Como se muestra en la Figura 4.5, se 
puede examinar la ruta con el archivo .CSV para importarlo al sistema. 
 
 
Figura 4.5 Ventana de importación de casos de operaciones inusuales pendientes de evaluación 
4.6 Interfaz de usuario 
Según se muestra en la Figura 4.6, el sistema consta de una pantalla principal en la cual se 
puede visualizar todos los casos que se tienen hasta el momento en el sistema. Se cuenta 
con filtros por estado, número de caso, y cuenta BT (cuenta del cliente). A partir de esta 
pantalla es que se va a poder seleccionar el caso que se desee evaluar y, de acuerdo a las 




Figura 4.6 Ventana principal del sistema experto 
A continuación se presentan las interfaces de los cuestionarios en la Figura 4.7 y Figura 
4.8, en los cuales se aprecian algunas de las preguntas para identificar al cliente en 
evaluación y preguntas que tienen relación con el caso en evaluación. 
 
Figura 4.7 Pantalla de cuestionario 1 
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Figura 4.8 Pantalla de cuestionario 2 
Finalmente, luego de completados los cuestionarios, el sistema muestra el resultado 
obtenido. Tal como se muestra en la Figura 4.9, se visualiza la razón por la cual se ha 
determinado un nivel de riesgo para el caso, se cuenta con una ventana que visualiza las 
respuestas que ha determinado el nivel de riesgo obtenido. 
 
Figura 4.9 Pantalla de Resultado y Explicación 
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Capítulo 5:  Caso de estudio 
El presente capítulo detalla cómo se realizaron las pruebas y validaciones para verificar 
que el sistema responde correctamente a los objetivos de la presente tesis. Para ello se 
utilizó la validación cuantitativa, el cual consiste en el empleo de medidas estadísticas a fin 
de cuantificar el rendimiento del sistema.  
5.1  Instancia de Pruebas 
“La institución financiera” se ha consolidado como una entidad financiera importante en el 
país. Tiene una participación en el mercado es de 14.5% en depósitos y 14.3% en créditos 
directos (Fuente SBS) y cuenta con US$ 1,500 millones en patrimonio.  
“La institución financiera” realiza todas las actividades de la banca múltiple: banca retail, 
banca corporativa, banca empresarial y banca de inversión. Su cobertura a nivel nacional, a 
través de una importante red física y una de las redes virtuales más completas (banca 
telefónica, banca móvil y banca por Internet), sumada a la capacidad de su personal y 
especializadas fuerzas de venta, le permite ofrecer un servicio de calidad a sus clientes.  
Hoy en día, cuenta con 182 oficinas a nivel nacional (128 en Lima y Callao y 54 en 
provincias), a las que se suman 507 cajeros automáticos y 1084 Cajeros Express 
(ventanillas comerciales de “La institución financiera”) ubicados en los principales 
retailers asociados en todo el país.  
Dada la cantidad de operaciones que se realizan a través de sus diversos canales de 
atención, se tiene el problema de detectar qué operaciones financieras físicas son 
sospechosas de lavado de activos. 
Para resolver dicho problema se necesita saber los siguientes datos que a continuación se 
detallan. 
Datos que son obtenidos de sistemas Previos: 
 Identificador de Cliente: Campo numérico que identifica al cliente. 
 Oficial de la Cuenta: Es el funcionario asignado al cliente. 
 Tipo de Cliente: Es el código del tipo de cliente relacionado con el caso que se va a 
evaluar. Este normalmente puede ser Persona Natural o Persona Jurídica. 
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 Importe: Es el monto que tiene el caso sospechoso de lavado. 
 Número de transacciones: es el número de operaciones (retiro, depósito) que el 
cliente ha realizado y por el cual se ha generado el caso. 
Datos que son obtenidos manualmente o de otros sistemas: 
 Actividad comercial de alto riesgo: Se necesita saber si la actividad comercial del 
cliente es de alto riesgo. 
 Cliente requiere presentar Formato “HEAR”: se requiere conocer si el cliente debe 
presentar el formato y si es que presentó el formato HEAR. 
 El cliente Presentó el Formato “Conoce al Cliente”: Se requiere saber si el cliente 
presento dicho documento. 
 El cliente tiene más de 5 casos anteriores: Se requiere conocer si el cliente presentó 
5 casos anteriores. 
 Cliente requiere presentar Formato “HEPEP”: se requiere conocer si el cliente debe 
presentar el formato y si es que presentó el formato. 
 Sujeto Obligado: Se requiere conocer si el Cliente es un sujeto Obligado y si 
presento el Formato de “Sujeto obligado”. 
 Reporte de Operación Sospechosa pendiente de Envío. Se requiere saber si el 
cliente tiene alguna operación sospechosa pendiente de envío. 
Para las pruebas se ha tomado 251 casos que son los que han llegado al área de 
cumplimiento y control en una semana que representa aproximadamente el 20% de lo 
obtenido mensualmente. De los 251 casos la distribución realizada por el experto es la 
siguiente. 
NIVEL DE RIESGO TOTAL CASOS 
Riesgo Alto 27 
Riesgo Medio-Alto 26 
Riesgo Medio 176 
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Riesgo Medio-Bajo 17 
Riesgo Bajo 5 
Total 251 
Tabla 5.1 Resumen de Instancias 
En el proceso de pruebas se han realizado cuatro iteraciones en el sistema experto, 
obteniendo en cada iteración un resultado más preciso tomando como base los resultados 
obtenidos por el experto. 
5.1.1 Primera Iteración 
En esta primera iteración se observó que del total de los 251 casos de la muestra, tal como 
se muestra en la Tabla 5.2,  el sistema detecta 225 casos que coinciden con los resultados 
ofrecidos por el experto, lo que arroja un porcentaje de acierto del 89.64%, mostrado en la 
tabla 5.3.  
  EXPERTO SISTEMA EXPERTO RESULTADO 
N° Riesgo Bajo Bajo-Medio Medio Medio-Alto Alto Coincidencia 































































































20 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 
























































32 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
33 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 

























39 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





41 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 








































50 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










53 Riesgo Bajo Riesgo Bajo 
    
Si 
54 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 

























60 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 































67 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 




















72 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
73 Riesgo Bajo Riesgo Bajo 
    
Si 





75 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 















79 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 



































87 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










90 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










93 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 















97 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 










100 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





102 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 




















107 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 














































117 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 










120 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 








































129 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
130 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
131 Riesgo Bajo Riesgo Bajo 
    
Si 






























138 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
139 Riesgo Bajo Riesgo Bajo 
    
Si 

































































153 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 





















158 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 






























165 Riesgo Bajo Riesgo Bajo 
    
Si 



































173 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 















177 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 
178 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





180 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 




















185 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 




















190 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










193 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
194 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 















198 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
















202 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





204 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
205 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 















209 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 

























215 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 










218 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
219 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
220 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 





222 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 





224 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 



































232 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
233 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 
234 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
235 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 










238 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
239 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
240 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 
241 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
242 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
243 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 





245 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 






247 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
248 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
249 Riesgo Alto 
    
Riesgo Alto Si 
250 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
251 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 
Tabla 5.2 Resultados de la ejecución de la Primera Iteración. 






Alto 27 1 3.70 
Medio-Alto 26 26 100 
Medio 176 176 100 
Medio-Bajo 17 17 100 
Bajo 5 5 100 
Total 251 225 89.64 
Tabla 5.3 Porcentaje de coincidencias de la primera iteración. 
5.1.2 Segunda Iteración 
En la segunda iteración se ajustó la regla para los clientes que tiene riesgo “HEAR” en 
relación con la primera iteración lo que arrojó nuevos resultados. 
Se observó que del total de los 251 casos de la muestra, tal como se muestra en la Tabla 
5.4, el sistema detecta 234 casos que coincidían con los resultados ofrecidos por el experto, 
lo que arroja un porcentaje de acuerdo del 93.23% mostrado en la tabla 5.5.  
  EXPERTO SISTEMA EXPERTO RESULTADO 
N° Riesgo Bajo Bajo-Medio Medio Medio-Alto Alto Coincidencia 












































































16 Riesgo Alto 
    
Riesgo Alto Si 















20 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 























































32 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
33 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 

























39 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





41 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 








































50 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 











53 Riesgo Bajo Riesgo Bajo 
    
Si 
54 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 

























60 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 






























67 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 




















72 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
73 Riesgo Bajo Riesgo Bajo 
    
Si 





75 Riesgo Alto 
    
Riesgo Alto Si 















79 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 










82 Riesgo Alto 
    
Riesgo Alto Si 




















87 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










90 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










93 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
















97 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 










100 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





102 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 




















107 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 













































117 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 










120 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 








































129 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
130 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
131 Riesgo Bajo Riesgo Bajo 
    
Si 






























138 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
139 Riesgo Bajo Riesgo Bajo 
    
Si 
























































151 Riesgo Alto 
    
Riesgo Alto Si 





153 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 




















158 Riesgo Alto 
    
Riesgo Alto Si 






























165 Riesgo Bajo Riesgo Bajo 
    
Si 



































173 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 















177 Riesgo Alto 
    
Riesgo Alto Si 
178 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





180 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 




















185 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





















190 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










193 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
194 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 















198 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 















202 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





204 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
205 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 















209 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 

























215 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 










218 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
219 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
220 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 





222 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 





224 Riesgo Alto 
    
Riesgo Alto Si 
225 Riesgo Alto 
    
Riesgo Alto Si 































232 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
233 Riesgo Alto 
    
Riesgo Alto Si 
234 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
235 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 










238 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
239 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
240 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 
241 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
242 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
243 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 





245 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





247 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
248 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
249 Riesgo Alto 
    
Riesgo Alto Si 
250 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
251 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 
Tabla 5.4 Resultados de la ejecución de la Segunda Iteración. 






Alto 27 10 37.04 
Medio-Alto 26 26 100 
Medio 176 176 100 
Medio-Bajo 17 17 100 
Bajo 5 5 100 
Total 251 234 93.23 
Tabla 5.5 Porcentaje de coincidencias de la segunda iteración. 
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5.1.3 Tercera Iteración 
En la tercera iteración se ajustó la regla de los clientes “pendientes de ROS”, tomando 
como base la segunda iteración. Lo que arrojó nuevos resultados. 
Se observó que del total de los 251 casos de la muestra, tal como se muestra en la Tabla 
5.6, el sistema detecta 245 casos que coincidían con los resultados ofrecidos por el experto, 
lo que arroja un porcentaje de acierto del 97.61% mostrado en la tabla 5.7.   
  EXPERTO SISTEMA EXPERTO RESULTADO 
N° Riesgo Bajo Bajo-Medio Medio Medio-Alto Alto Coincidencia 


















































11 Riesgo Alto 
    
Riesgo Alto Si 




















16 Riesgo Alto 
    
Riesgo Alto Si 















20 Riesgo Alto 
    
Riesgo Alto Si 























































32 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
33 Riesgo Alto 
    
Riesgo Alto Si 
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39 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





41 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 








































50 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










53 Riesgo Bajo Riesgo Bajo 
    
Si 
54 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 

























60 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 






























67 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 




















72 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
73 Riesgo Bajo Riesgo Bajo 
    
Si 





75 Riesgo Alto 
    
Riesgo Alto Si 
















79 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 










82 Riesgo Alto 
    
Riesgo Alto Si 




















87 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










90 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










93 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 















97 Riesgo Alto 
    
Riesgo Alto Si 










100 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





102 Riesgo Alto 
    
Riesgo Alto Si 




















107 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 













































117 Riesgo Alto 
    
Riesgo Alto Si 










120 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 









































129 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
130 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
131 Riesgo Bajo Riesgo Bajo 
    
Si 






























138 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
139 Riesgo Bajo Riesgo Bajo 
    
Si 






























146 Riesgo Alto 
    
Riesgo Alto Si 




















151 Riesgo Alto 
    
Riesgo Alto Si 





153 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 




















158 Riesgo Alto 
    
Riesgo Alto Si 
159 Riesgo Alto 
    
Riesgo Alto Si 

























165 Riesgo Bajo Riesgo Bajo 
    
Si 




































173 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 















177 Riesgo Alto 
    
Riesgo Alto Si 
178 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





180 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 




















185 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 




















190 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










193 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
194 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 















198 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





200 Riesgo Alto 
    
Riesgo Alto Si 





202 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





204 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
205 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 















209 Riesgo Alto 
    
Riesgo Alto Si 


























215 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 










218 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
219 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
220 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 





222 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 





224 Riesgo Alto 
    
Riesgo Alto Si 
225 Riesgo Alto 
    
Riesgo Alto Si 






























232 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
233 Riesgo Alto 
    
Riesgo Alto Si 
234 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
235 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 










238 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
239 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
240 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 
241 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
242 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
243 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 





245 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





247 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
248 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
249 Riesgo Alto 
    
Riesgo Alto Si 
250 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
251 Riesgo Alto 
    
Riesgo Alto Si 










Alto 27 21 77.78 
Medio-Alto 26 26 100 
Medio 176 176 100 
Medio-Bajo 17 17 100 
Bajo 5 5 100 
Total 251 245 97.61 
Tabla 5.7 Porcentaje de coincidencias de la tercera iteración. 
5.1.4 Cuarta Iteración 
Para esta cuarta iteración se ajustó la regla de los clientes que no tienen hojas “PEP”, 
tomando como base la tercera iteración. Lo que arrojó nuevos resultados. 
Se observó que del total de los 251 casos de la muestra, tal como se muestra en la Tabla 
5.8, el sistema detecta 248 casos que coincidían con los resultados ofrecidos por el experto, 
lo que arroja un porcentaje de acierto del 98.81% mostrado en la tabla 5.9. 
  EXPERTO SISTEMA EXPERTO RESULTADO 
N° Riesgo Bajo Bajo-Medio Medio Medio-Alto Alto Coincidencia 


















































11 Riesgo Alto 
    
Riesgo Alto Si 





















16 Riesgo Alto 
    
Riesgo Alto Si 















20 Riesgo Alto 
    
Riesgo Alto Si 























































32 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
33 Riesgo Alto 
    
Riesgo Alto Si 

























39 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





41 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 








































50 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










53 Riesgo Bajo Riesgo Bajo 
    
Si 
54 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 


























60 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 






























67 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 




















72 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
73 Riesgo Bajo Riesgo Bajo 
    
Si 





75 Riesgo Alto 
    
Riesgo Alto Si 















79 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 










82 Riesgo Alto 
    
Riesgo Alto Si 




















87 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










90 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










93 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 















97 Riesgo Alto 
    
Riesgo Alto Si 










100 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





102 Riesgo Alto 
    
Riesgo Alto Si 





















107 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 













































117 Riesgo Alto 
    
Riesgo Alto Si 










120 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 








































129 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
130 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
131 Riesgo Bajo Riesgo Bajo 
    
Si 






























138 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
139 Riesgo Bajo Riesgo Bajo 
    
Si 






























146 Riesgo Alto 
    
Riesgo Alto Si 





















151 Riesgo Alto 
    
Riesgo Alto Si 





153 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 




















158 Riesgo Alto 
    
Riesgo Alto Si 
159 Riesgo Alto 
    
Riesgo Alto Si 

























165 Riesgo Bajo Riesgo Bajo 
    
Si 



































173 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 















177 Riesgo Alto 
    
Riesgo Alto Si 
178 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





180 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 




















185 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 




















190 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 










193 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
194 Riesgo Medio Alto 
   



















198 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





200 Riesgo Alto 
    
Riesgo Alto Si 





202 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





204 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
205 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 















209 Riesgo Alto 
    
Riesgo Alto Si 

























215 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 










218 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
219 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
220 Riesgo Alto 
    
Riesgo Alto Si 





222 Riesgo Alto 
    
Riesgo Alto Si 





224 Riesgo Alto 
    
Riesgo Alto Si 
225 Riesgo Alto 
    
Riesgo Alto Si 






























232 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
233 Riesgo Alto 
    
Riesgo Alto Si 
234 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
235 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 










238 Riesgo Bajo Medio 
 
Riesgo Bajo Medio 
   
Si 
239 Riesgo Medio Alto 
   




240 Riesgo Alto 
   
Riesgo Medio Alto 
 
No 
241 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
242 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
243 Riesgo Alto 
    
Riesgo Alto Si 





245 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 





247 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
248 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
249 Riesgo Alto 
    
Riesgo Alto Si 
250 Riesgo Medio Alto 
   
Riesgo Medio Alto 
 
Si 
251 Riesgo Alto 
    
Riesgo Alto Si 
Tabla 5.8 Resultados de la ejecución de la Cuarta Iteración. 






Alto 27 24 88.89 
Medio-Alto 26 26 100 
Medio 176 176 100 
Medio-Bajo 17 17 100 
Bajo 5 5 100 
Total 251 248 98.81 
Tabla 5.9 Porcentaje de coincidencias de la cuarta iteración. 
5.2 Hardware y Software 
Para la validación del funcionamiento del software se construyeron diferentes instancias de 
prueba, las cuales buscan evaluar si los resultados obtenidos son los esperados según el 
razonamiento de las reglas.  
Las características del equipo en el que se realizaron las pruebas son las siguientes: 
 Sistema Operativo: Windows 7 
 Memoria RAM: 4 GB 
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 Procesador: Core i5 
 Navegadores de Internet Usados: 
 Mozilla Firefox 35.0.1 
 Google Chrome 40.0 
Las pruebas se realizaron durante las diversas etapas del desarrollo de la aplicación a fin de 
validar su salida.  
5.3 Proceso de Afinación de la Base Conocimiento 
Para la construcción óptima de la base de conocimiento del sistema experto se realizaron 
varias reuniones con los expertos en detección de casos de lavado de activos para obtener 
todas las reglas necesarias. Además, la base de conocimientos se fue afinando con cuatro 
iteraciones con el fin de que las reglas resultaran correctamente codificadas en nuestro 
sistema experto. Por lo anteriormente mencionado se ha obtenido como resultado una base 
de conocimiento con un 98.81% de índice de acuerdo para los 251 casos de prueba. 
5.4 Resultados de las Pruebas 
Según se muestra en la Tabla 5.2, se tiene que de 251 casos, 27 casos se han detectado 
como “Riesgo Alto”, 26 casos son “Riesgo Medio Alto”, 176 casos tiene un “Riesgo 
Medio”, 17 casos son de “Riesgo Medio Bajo” y 5 casos ha sido evaluados como “Riesgo 
Bajo”. El detalle de todas las instancias de prueba se pueden visualizar en el Anexo C 
(Instancias de Prueba). 
NIVEL DE RIESGO TOTAL CASOS 
Riesgo Alto 27 
Riesgo Medio-Alto 26 
Riesgo Medio 176 
Riesgo Medio-Bajo 17 
Riesgo Bajo 5 
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Total 251 
Tabla 5.10 Resultados del sistema 
A continuación se dará un ejemplo de detección de cada nivel de riesgo de los casos. En el 
Anexo C de instancias de pruebas se puede ver todos los resultados de los casos generados. 
 “Riesgo Alto” 
En la pantalla 5.1 se muestran los valores que se han seleccionado para el caso 
según se detalla a continuación. 
El cliente SÍ se considera de alto riesgo por su Actividad Comercial. 
El cliente SÍ requiere presentar el formato HEAR. 
El cliente NO presento el formato HEAR. 
El cliente NO presenta el formato de “Conoce a tu cliente”. 
El cliente SÍ tiene 5 casos reportados anteriormente. 
El cliente NO es Sujeto Obligado. 
El cliente NO tiene antecedentes de delito. 
El cliente NO tiene ROS (registro de operación sospechosa) pendiente de envío. 
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Figura 5.1 Pantalla 1 de valores de Nivel de Riesgo Alto 
Además, según se muestra en la Figura 5.2, se han seleccionado o ingresado lo siguiente: 
La transacción se realiza en Lima Sur. 
El cliente es de USA. 
Antigüedad del cliente es de 6 años. 
El cliente presenta cinco casos anteriormente. 
El cliente registra una transacción de riesgo en la semana. 
El monto total de transacción en la semana es de 168,000.00 Dólares. 
El cliente es de tipo N04. 
El cliente no se encuentra en la lista WoldCheck. 
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Figura 5.2 Pantalla 2 de valores de Nivel de Riesgo Alto 
En la pantalla 5.3 vemos el resultado de la evaluación del caso. 
 
Figura 5.3 Pantalla 2 de valores de Nivel de Riesgo Alto 
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 “Riesgo Medio-Alto”. 
En la pantalla 5.4 se muestran los valores que se han seleccionado para el caso 
según se detalla a continuación. 
El cliente SÍ se considera de alto riesgo por su Actividad Comercial. 
El cliente NO presenta el formato de “Conoce a tu cliente”. 
El cliente NO tiene más de 5 casos reportados anteriormente. 
El cliente NO es de tipo N05. 
El cliente NO es Sujeto Obligado. 
El cliente NO tiene antecedentes de delito. 
El cliente NO tiene ROS (registro de operación sospechosa) pendiente de envío. 
 
Figura 5.4 Pantalla 1 de valores de Nivel de Riesgo Medio-Alto 
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Además, según se muestra en la Figura 5.5, se ha seleccionado o ingresado lo siguiente: 
La transacción se realiza en Lima. 
El cliente es de USA. 
Antigüedad del cliente es de 18 años. 
El cliente presenta un caso anteriormente. 
El cliente registra 18 transacciones de riesgo en la semana. 
El monto total de transacción en la semana es de 349083.41 Dólares. 
El cliente es de tipo J03. 
El cliente no se encuentra en la lista WoldCheck. 
 
Figura 5.5 Pantalla 2 de valores de Nivel de Riesgo Medio-Alto 
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En la pantalla 5.6 vemos el resultado de la evaluación del caso. 
 
Figura 5.6 Pantalla de Resultado Nivel de Riesgo Medio-Alto 
 “Riesgo Medio” 
En la pantalla 5.7 se muestran los valores que se han seleccionado para el caso 
según se detalla a continuación. 
El cliente NO se considera de alto riesgo por su Actividad Comercial 
El cliente NO presenta el formato de “Conoce a tu cliente”. 
El cliente NO tiene más de 5 casos reportados anteriormente. 
El cliente NO es de tipo N05. 
El cliente NO es Sujeto Obligado. 
El cliente NO tiene antecedentes de delito. 
El cliente NO tiene ROS (registro de operación sospechosa) pendiente de envío. 
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Figura 5.7 Pantalla 1 de valores de Nivel de Riesgo Medio 
Además, según se muestra en la Figura 5.8, se ha seleccionado o ingresado lo siguiente: 
La transacción se realiza en Lima. 
El cliente es de Perú. 
Antigüedad del cliente es de 40 años. 
El cliente presenta un caso anteriormente. 
El cliente registra 657 transacciones de riesgo en la semana. 
El monto total de transacción en la semana es de 19084492.00 Dólares. 
El cliente es de tipo J01. 
El cliente no se encuentra en la lista WoldCheck. 
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Figura 5.8 Pantalla 2 de valores de Nivel de Riesgo Medio 
En la pantalla 5.9 vemos el resultado de la evaluación del caso. 
 
Figura 5.9 Pantalla de Resultado Nivel de Riesgo Medio 
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 “Riesgo Medio-Bajo” 
En la pantalla 5.10 se muestran los valores que se han seleccionado para el caso 
según se detalla a continuación. 
El cliente NO se considera de alto riesgo por su Actividad Comercial 
El cliente NO presenta el formato de “Conoce a tu cliente”. 
El cliente NO tiene más de 5 casos reportados anteriormente. 
El cliente NO es de tipo N05. 
El cliente NO es Sujeto Obligado. 
El cliente NO tiene ROS (registro de operación sospechosa) pendiente de envío. 
 
Figura 5.10 Pantalla 1 de valores de Nivel de Riesgo Medio-Bajo 
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Además, según se muestra en la Figura 5.11, se ha seleccionado o ingresado lo siguiente: 
La transacción se realiza en Cusco. 
El cliente es peruano. 
Antigüedad del cliente es de 15 años. 
El cliente presenta un caso anteriormente. 
El cliente registra 1519 transacciones de riesgo en la semana. 
El monto total de transacción en la semana es de 428604.39 Dólares. 
El cliente es de tipo J03. 
El cliente no se encuentra en la lista WoldCheck. 
 
Figura 5.11 Pantalla 2 de valores de Nivel de Riesgo Medio-Bajo 
 111 
En la pantalla 5.12 vemos el resultado de la evaluación del caso. 
 
Figura 5.12 Pantalla de Resultado Nivel de Riesgo Medio-Bajo 
 “Riesgo Bajo”. 
En la pantalla 5.13 se muestran los valores que se han seleccionado para el caso 
según se detalla a continuación. 
El cliente NO se considera de alto riesgo por su Actividad Comercial 
El cliente presenta el formato de “Conoce a tu cliente”. 
El cliente NO es de tipo N05. 
El cliente NO es Sujeto Obligado. 
El cliente NO tiene ROS (registro de operación sospechosa) pendiente de envío. 
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Figura 5.13 Pantalla 1 de valores de Nivel de Riesgo Bajo 
Además, según se muestra en la Figura 5.14, se ha seleccionado o ingresado lo siguiente: 
La transacción se realiza en Lima Sur. 
El cliente es peruano. 
Antigüedad del cliente es de 15 años. 
El cliente presenta un caso anteriormente. 
El cliente registra una transacción de riesgo en la semana. 
El monto total de transacción en la semana es de 5,034,910.94 Dólares. 
El cliente es de tipo J01. 
El cliente no se encuentra en la lista WoldCheck. 
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Figura 5.14 Pantalla 2 de valores de Nivel de Riesgo Bajo 
En la pantalla 5.15 vemos el resultado de la evaluación del caso. 
 
Figura 5.15 Pantalla de Resultado Nivel de Riesgo Bajo 
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5.5 Tabla de Contingencia 
Para realizar nuestra evaluación, primero tenemos que realizar la construcción de tabla de  
contingencia.  El objetivo de realizar esta tabla es de saber si nuestro sistema experto  
responde de manera acertada a los resultados de la referencia estándar.   
En la Tabla 5.11 se muestra los valores de coincidencia entre el sistema experto y el 
experto humano de los casos de pruebas. 
 




















Alto 24 2 1 0 0 
Medio-Alto 0 26 0 0 0 
Medio 0 0 176 0 0 
Medio-Bajo 0 0 0 17 0 
Bajo 0 0 0 0 5 
Tabla 5.11 Matriz de Contingencia 
Esta referencia estándar es un conjunto de casos, los cuales pueden  ser tanto positivos (se 
detecta  el nivel de riesgo de la operación inusual) como  negativos  (no  se  detecta  el 
nivel de riesgo de la operación inusual).  La tabla  de  contingencia  estándar  es  calculada 
y contiene  los siguientes atributos:  
Verdaderos  Positivos  (VP).  Son  los  casos  en  donde  el  sistema  experto  detecta  el 
nivel de riesgo de manera acertada.  
Falsos Positivos (FP). Son los casos en donde el sistema experto detecta que se encuentra 
en el nivel de riesgo que realidad que no corresponde (incorrecta).  
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Falsos Negativos (FN). Son los casos en donde el sistema experto detecta que no se 
encuentra en el nivel de riesgo y en realidad si se encuentra en ese nivel de riesgo 
(incorrecta).  
Verdaderos Negativos (VN). Son los casos en donde el sistema experto detecta que no se 
encuentra en un nivel de riesgo de manera correcta.  
En la Tabla 5.12 se muestran los resultados de las pruebas realizadas para determinar el 
nivel de riesgo de las operaciones inusuales sospechosas de lavado de activo. Por  ejemplo,  
para  el nivel de Riesgo Alto vemos que el sistema ha detectado el nivel de riesgo de 
manera aceptada acertada en 24 casos, obteniendo 3 casos no acertados, también  aquellos  




VP FP FN VN TOTAL 
Riesgo 
Alto 




26 2 0 223 251 
Riesgo 
Medio 




17 0 0 234 251 
Riesgo 
Bajo 
5 0 0 246 251 
Tabla 5.12 Contingencia de Nivel de Riesgo 
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5.6 Ratios de acuerdo 
Una vez que la tabla de contingencia fue construida, procedemos a calcular los ratios de 
acuerdo [Mosqueira+00]. La finalidad es poder conocer la validez de los resultados y el 
valor predictivo de nuestro sistema experto. Los ratios calculados son los siguientes: 
Sensibilidad (S). La sensibilidad nos permite medir la capacidad del sistema experto para 
clasificar correctamente los casos positivos. Este valor es definido en la siguiente fórmula: 
 
Especificidad (E). La especificidad nos permite medir la capacidad del sistema experto 
para clasificar correctamente los casos negativos. Este valor es definido en la siguiente 
fórmula: 
 
Índice de acuerdo (IA). El índice de acuerdo representa la proporción de casos en los que 
el sistema experto ha coincidido con la referencia estándar. Este valor es definido en la 
siguiente formula. 
 
Valor Predictivo Positivo (VPP). El valor predictivo positivo es la probabilidad de que un 
caso sea positivo sabiendo que el test lo ha interpretado como positivo. Este valor es 
definido en la siguiente fórmula: 
 
Valor Predictivo Negativo (VPN). El valor predictivo negativo es la probabilidad de que 
un caso sea negativo sabiendo que el test lo ha interpretado como negativo. Este valor es 








S E IA VPP VPN 
Riesgo Alto 0.88 1.00 0.98 1.00 0.98 
Riesgo Medio Alto 1.00 0.99 0.99 0.92 1.00 
Riesgo Medio 1.00 0.98 0.99 0.99 1.00 
Riesgo Medio Bajo 1.00 1.00 1.00 1.00 1.00 
Riesgo Bajo 1.00 1.00 1.00 1.00 1.00 
Tabla 5.13 Tabla de ratios de acuerdo 
La Tabla 5.13 muestra los ratios de acuerdo de cada uno de los niveles de riesgo. Por 
ejemplo, para el nivel de riesgo alto vemos que existen valores altos de sensibilidad y 
especificidad, esto quiere decir que nuestro sistema experto llega a detectar de manera 
acertada la mayoría de los casos positivos y negativos de la referencia estándar para los 
todos los niveles de riesgo. Además, podemos ver que el sistema experto desarrollado tiene 
altos valores predictivos tanto positivos como negativos, esto quiere decir que de los casos 
positivos la mayoría concuerdan de manera acertada con los resultados de referencia 
estándar. En otras palabras nuestro sistema experto tiene un alto porcentaje de índice de 





5.7 Conclusiones de las Pruebas 
En relación a los niveles de riesgo detectados, podemos concluir que el sistema detecta de 
manera acertada la mayoría de los casos positivos y negativos de la referencia estándar. 
Esto se deduce de los altos valores de sensibilidad (0.97), especificidad (0.99).También 
podemos concluir que tanto el índice de acuerdo (0.99), Valor Predictivo Positivo (0.98) y 




Capítulo 6: Conclusiones, Recomendaciones y 
Trabajos Futuros 
6.1 Conclusiones 
 Existen diversos métodos relacionados con la detección del lavado de activos, pero 
no existe un caso de estudio para la detección del nivel de riesgo de casos de 
operaciones inusuales sospechosas de lavado de activos. 
 Se ha construido una base de conocimiento sobre la detección del nivel de riesgo de 
casos de operaciones inusuales sospechosas de lavado de activos en entidades 
financieras, a partir del conocimiento de expertos. 
 Se ha desarrollado el sistema experto usando la metodología CommonKADS cuya 
base teórica ha sido desarrollado en el capítulo 3 y la descripción del sistema, en el 
capítulo 4. El sistema experto ha sido desarrollado en el lenguaje  de programación  
Java  para  el  desarrollo y el lenguaje Clips para la elaboración de la base del 
conocimiento. 
 La  metodología  CommonKADS  aplicada  cubrió  todas  las  etapas  del  proyecto 
desde el estudio en organización, modelado del conocimiento, análisis y diseño, 
selección  de  la  arquitectura,  implementación  y  gestión  del  proyecto, 
demostrando ser una buena elección para el desarrollo de sistemas expertos. 
 A partir de 251 instancias de pruebas se muestra un índice de acuerdo de 0.99 
respecto al conocimiento estándar. Además, muestra una sensibilidad  de  0.97 y  
una  especificidad  de  0.99,  los  cuales  indican  que  el sistema  propuesto  detecta  
de  manera  acertada  los  casos positivos de la referencia estándar, por lo que se 
recomienda su uso. 
6.2 Recomendaciones y Trabajos Futuros 
 Desarrollar el módulo de integración del sistema propuesto con los sistemas previos 
de obtención de casos, para automatizar el proceso de carga de nuevos casos al 
sistema experto. 
 Se recomienda revisar el conocimiento del experto con otros expertos sobre 
detección de casos de lavado de activos. 
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Anexo A: Base de Conocimiento 
Anexo B: Árbol 
Anexo C: Instancias de Prueba 
ANEXO A 
 
;;; nombreRiesgo ValorRiesgo ListaDescripciones 
 (defrule rule-Hear1 
 (hear-1 NO) => (assert (riesgo-h 1 "h1n")) (printout t "El riesgo HEAR es 1" crlf) 
) 
(defrule rule-Hear2 




 (hear-1 SI) (hear-2 SI) (hear-3 NO) => (assert (riesgo-h 5 "h1s h2s h3n")) (printout t "El 
riesgo HEAR es 5" crlf) 
) 
(defrule rule-Hear4 
 (hear-1 SI) (hear-2 SI) (hear-3 SI) => (assert (riesgo-h 1 "h1s h2s h3s")) (printout t "El riesgo 
HEAR es 1" crlf) 
) 
(defrule rule-Kyc1 
 (kyc-1 SI) => (assert (riesgo-k 1 "k1s")) (printout t "El riesgo KYC es 1" crlf) 
) 
(defrule rule-Kyc2 
 (kyc-1 NO) (kyc-2 NO) => (assert (riesgo-k 1 "k1n k2n")) (printout t "El riesgo KYC es 1" crlf) 
) 
(defrule rule-Kyc3 
 (kyc-1 NO) (kyc-2 SI) (riesgo-h 5) => (assert (riesgo-k 5 "k1n k2n k3n")) (printout t "El riesgo 
KYC es 5" crlf) 
) 
(defrule rule-Kyc4 
 (kyc-1 NO) (kyc-2 SI) (riesgo-h 1)  => (assert (riesgo-k 1 "k1n k2n k3s")) (printout t "El riesgo 
KYC es 1" crlf) 
) 
(defrule rule-Hepep1 
 (hepep-1 NO) => (assert (riesgo-e 1 "e1n")) (printout t "El riesgo HEPEP es 1" crlf) 
) 
(defrule rule-Hepep2 




 (hepep-1 SI) (hepep-2 SI) (hepep-3 NO) => (assert (riesgo-e 5 "e1s e2s e3n")) (printout t "El 
riesgo HEPEP es 5" crlf) 
) 
(defrule rule-Hepep4 
 (hepep-1 SI) (hepep-2 SI) (hepep-3 SI) => (assert (riesgo-e 1 "e1s e2s e3s")) (printout t "El 
riesgo HEPEP es 1" crlf) 
) 
(defrule rule-Obligado1 
 (obligado-1 NO) => (assert (riesgo-o 1 "o1n")) (printout t "El riesgo OBLIGADO es 1" crlf) 
) 
(defrule rule-Obligado2 
 (obligado-1 SI) (obligado-2 NO) => (assert (riesgo-o 5 "o1s o2n")) (printout t "El riesgo 
OBLIGADO es 5" crlf) 
) 
(defrule rule-Obligado3 
 (obligado-1 SI) (obligado-2 SI) => (assert (riesgo-o 1 "o1s o2s")) (printout t "El riesgo 
OBLIGADO es 1" crlf) 
) 
(defrule rule-Mppj1 
 (mppj-1 NO) => (assert (riesgo-m 1 "m1n")) (printout t "El riesgo MPPJ es 1" crlf) 
) 
(defrule rule-Mppj2 
 (mppj-1 SI) => (assert (riesgo-m 5 "m1s")) (printout t "El riesgo MPPJ es 5" crlf) 
) 
(defrule rule-Ros1 
 (ros-1 NO) => (assert (riesgo-r 1 "r1n")) (printout t "El riesgo ROS 1" crlf) 
) 
(defrule rule-Ros2 
 (ros-1 SI) => (assert (riesgo-r 5 "r1s")) (printout t "El riesgo ROS 5" crlf) 
) 
(defrule rule-Antiguedad1 
 (antiguedad-1 ?v) 
 => 
 ( if (< ?v 1) then (assert (riesgo-a 5 "a1")) 
 else 
  ( if (< ?v 2) then (assert (riesgo-a 4 "a2")) 
  else 
   ( if (< ?v 3) then (assert (riesgo-a 3 "a3")) 
   else 
    ( if (< ?v 4) then (assert (riesgo-a 2 "a4")) 
    else 
     ( assert (riesgo-a 1 "a5") ) ) ) ) ) 
) 
(defrule rule-World1 
 (world-1 SI) => (assert (riesgo-w 5 "w1s")) (printout t "El riesgo WORLD 5" crlf) 
) 
(defrule rule-World2 
 (world-1 NO) => (assert (riesgo-w 1 "w1n")) (printout t "El riesgo WORLD es 1" crlf) 
) 
(defrule rule-Casos1 
 (casos-1 ?v) 
 => 
 ( if (<= ?v 1) then (assert (riesgo-c 1 "c1")) 
 else 
  ( if (<= ?v 2) then (assert (riesgo-c 2 "c2")) 
  else 
   ( if (<= ?v 4) then (assert (riesgo-c 3 "c3")) 
   else 
    ( if (<= ?v 6) then (assert (riesgo-c 4 "c4")) 
    else 
     ( assert (riesgo-c 5 "c5") ) ) ) ) ) 
) 
(defrule rule-Transacciones1 
 (transacciones-1 ?v) 
 => 
 ( if (<= ?v 2) then (assert (riesgo-x 1 "x1")) 
 else 
  ( if (<= ?v 3) then (assert (riesgo-x 2 "x2")) 
  else 
   ( if (<= ?v 4) then (assert (riesgo-x 3 "x3")) 
   else 
    ( if (<= ?v 5) then (assert (riesgo-x 4 "x4")) 
    else 
     ( assert (riesgo-x 5 "x5") ) ) ) ) ) 
) 
(defrule rule-Monto1 
 (monto-1 ?v) 
 => 
 ( if (<= ?v 11000) then (assert (riesgo-t 1 "t1")) 
 else 
  ( if (<= ?v 12000) then (assert (riesgo-t 2 "t2")) 
  else 
   ( if (<= ?v 13000) then (assert (riesgo-t 3 "t3")) 
   else 
    ( if (<= ?v 14000) then (assert (riesgo-t 4 "t4")) 
    else 
     ( assert (riesgo-t 5 "t5") ) ) ) ) ) 
) 
(defrule rule-Cliente1 
 (cliente-1 ?v) 
 => 
 ( switch ?v 
  ( case J04 then (assert (riesgo-i 1 "i1") )) 
  ( case J07 then (assert (riesgo-i 1 "i2") )) 
  ( case J05 then (assert (riesgo-i 1 "i3") )) 
  ( case N01 then (assert (riesgo-i 5 "i4") )) 
  ( case N02 then (assert (riesgo-i 4 "i5") )) 
  ( case N03 then (assert (riesgo-i 3 "i6") )) 
  ( case N04 then (assert (riesgo-i 2 "i7") )) 
  ( case N05 then (assert (riesgo-i 5 "i8") )) 
  ( default (assert (riesgo-i 1 "i9") )) ) 
) 
;;; *********** *************** **************** 
;;; Hear riesgo-h 
;;; Kyc  riesgo-k 
;;; Hepep riesgo-e 
;;; Obligado riesgo-o 
;;; Mppj riesgo-m 
;;; Ros  riesgo-r 
;;;   riesgo-z (zona) 
;;;   riesgo-n (nacionalidad) 
;;;   riesgo-a (antiguedad) 
;;; World riesgo-w 
;;;   riesgo-c (casos) 
;;;   riesgo-x (transacciones) 
;;;   riesgo-t (monto) 
;;;   riesgo-i (cliente) 






ANEXO  C 
 















































epD 4303 657 
19084492.0
0 1 J01 Lima 
SAN 
ISIDRO PERU 13/04/1954 59.51 NO 




Cliente no es 
Sujeto 
Obligado Sí Sí Sí 
42330 1051 
Orden
ReciD 4627 8 
17299925.0




States 06/12/1989 23.84 NO 




Cliente no es 
Sujeto 
Obligado Sí Sí Sí 
42331 1089 
Orden
ReciD 4708 12 
158242543.




States 12/03/1991 22.58 NO 




Cliente no es 
Sujeto 
Obligado Sí Sí Sí 
42234 1313 
CashD
epD 5761 308 1524273.77 1 J01 Lima Sur 
SAN 
ISIDRO PERU 03/09/1993 20.09 NO 




Cliente no es 
Sujeto 
Obligado Sí Sí Sí 
42238 1558 
CashD
epD 6841 636 731159.79 1 J01 Lima Sur 
SAN 
ISIDRO PERU 27/06/1996 17.28 NO 




Cliente no es 
Sujeto 
Obligado Sí Sí Sí 
42239 1600 
CashD
epD 7021 12 827698.33 1 J01 Lima Sur 
SAN 
ISIDRO PERU 15/01/1997 16.72 NO 




Cliente no es 
Sujeto 
Obligado Sí Sí Sí 
42473 2651 
Orden




States 09/03/1992 21.58 NO 




Cliente no es 
Sujeto 
Obligado Sí Sí Sí 
42240 2686 
CashD
epD 9388 151 1029949.44 1 J01 Lima Sur 
SAN 
ISIDRO PERU 30/07/1992 21.19 NO 




Cliente no es 
Sujeto 









States 25/09/1995 18.03 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 03/07/1996 17.26 NO 




Cliente no es 
Sujeto 





5 55 1121894.76 1 J01 Lima Sur 
SAN 
ISIDRO PERU 23/12/1971 41.81 NO 




Cliente no es 
Sujeto 





3 2 9642.02 1 N05 Lima Sur 
SAN 
ISIDRO PERU 06/04/1989 24.51 SI 




Cliente no es 
Sujeto 









States 16/05/1995 18.39 NO 




Cliente no es 
Sujeto 





72 97 369246.74 1 J03 La libertad Trujillo PERU 14/10/1997 15.98 NO 




Cliente no es 
Sujeto 





17 1 6360.83 1 N05 Lima Sur 
SAN 
ISIDRO PERU 14/02/1986 27.65 SI 




Cliente no es 
Sujeto 









States 07/03/1996 17.58 NO 
En Seguimiento por 
la Parte Comercial 
N
O 
Cliente no es 
Sujeto 





64 3 763724.40 1 J03 Lima Lima 
United
States 10/10/1995 17.99 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 20/12/1991 21.80 NO 




Cliente no es 
Sujeto 







16 10 5878075.08 1 J01 Arequipa AREQUIPA 
United
States 28/05/1996 17.36 NO 




Cliente no es 
Sujeto 







52 18 349083.41 1 J03 Lima LIMA 
United
States 06/08/1996 17.17 NO no requiere 
N
O 
Cliente no es 
Sujeto 







90 113 338114.41 1 J03 Arequipa AREQUIPA PERU 03/09/1996 17.09 NO 




Cliente no es 
Sujeto 







87 1 2026762.52 1 J03 La libertad TRUJILLO 
United
States 10/08/1994 19.16 NO 




Cliente no es 
Sujeto 







27 8 2278654.50 1 J01 La libertad TRUJILLO 
United
States 05/09/1994 19.09 NO 




Cliente no es 
Sujeto 







35 488 491077.83 1 J03 La libertad TRUJILLO PERU 19/02/1996 17.63 NO no requiere 
N
O 
Cliente no es 
Sujeto 







75 3 915234.03 1 J03 Arequipa AREQUIPA 
United
States 04/06/1997 16.34 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 02/06/1997 16.35 NO 




Cliente no es 
Sujeto 











States 05/12/1997 15.84 NO 




Cliente no es 
Sujeto 







045 102 1947683.56 1 J01 Lima Sur 
MIRAFLOR
ES PERU 22/12/1997 15.79 NO 




Cliente no es 
Sujeto 











States 18/03/1998 15.55 NO 




Cliente no es 
Sujeto 











States 01/04/1998 15.52 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 26/06/1998 15.28 NO no requiere 
N
O 
Cliente no es 
Sujeto 







786 14 2641254.43 1 J01 Lima Lima 
United
States 10/09/1998 15.07 NO no requiere 
N
O 
Cliente no es 
Sujeto 













States 01/10/1998 15.01 NO 




Cliente no es 
Sujeto 







660 164 855139.83 1 J01 Lima Sur 
SAN 
ISIDRO PERU 10/12/1998 14.82 NO 




Cliente no es 
Sujeto 







324 45 724358.08 1 J01 Ica 
CHINCHA 
ALTA PERU 15/12/1998 14.81 NO 




Cliente no es 
Sujeto 











States 15/12/1998 14.81 NO 




Cliente no es 
Sujeto 











States 13/01/1999 14.73 NO 




Cliente no es 
Sujeto 











States 20/10/1999 13.96 NO 




Cliente no es 
Sujeto 









9 428604.39 5 J03 Cusco CUSCO PERU 20/11/2012 0.87 NO SI 
N
O 
Cliente no es 
Sujeto 











States 21/10/1999 13.96 SI 




Cliente no es 
Sujeto 











States 21/10/1999 13.96 NO 




Cliente no es 
Sujeto 







720 154 2866682.27 1 J01 Lima Sur 
SAN 
ISIDRO PERU 21/10/1999 13.96 NO 




Cliente no es 
Sujeto 













States 22/10/1999 13.96 NO no requiere 
N
O 
Cliente no es 
Sujeto 







053 212 1118136.19 1 J01 Lima Sur 
SAN 
ISIDRO PERU 22/10/1999 13.96 NO 




Cliente no es 
Sujeto 













States 22/10/1999 13.96 NO 




Cliente no es 
Sujeto 











States 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 











States 25/10/1999 13.95 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 23/05/2005 8.37 NO 




Cliente no es 
Sujeto 







156 4 26892.92 1 N05 Lima 
VENTANIL
LA PERU 25/10/1999 13.95 SI 




Cliente no es 
Sujeto 











States 25/10/1999 13.95 SI SI 
N
O 
Cliente no es 
Sujeto 







193 808 741876.65 1 J01 Lima Sur 
SAN 
ISIDRO PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 











States 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







078 1 5034910.94 1 J01 Lima Sur 
SAN 
ISIDRO PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







224 1 190000.00 1 N04 Lima Lima PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 











States 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 





325 426 281467.61 1 J04 Lima Sur 
SAN 
ISIDRO PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







537 31 291010.48 1 J03 Lima Sur 
SAN 
ISIDRO PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







537 30 259137.19 2 J03 Lima Sur 
SAN 
ISIDRO PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







531 31 295318.10 2 J03 Lambayeque CHICLAYO PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







231 5 419983.62 1 J06 Lima Sur 
SAN 
ISIDRO PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 











States 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







680 3 356541.54 1 J04 Moquegua ILO 
United
States 25/10/1999 13.95 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







204 6 177900.00 1 J04 Cusco CUSCO 
United
States 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







181 471 2044730.61 1 J01 Lima Sur 
SAN 
ISIDRO PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







404 5 92553.30 1 N01 Ancash HUARAZ PERU 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







550 8 557015.00 1 J03 Lima Lima 
United
States 25/10/1999 13.95 NO 




Cliente no es 
Sujeto 







034 445 956369.31 1 J01 Lima Sur 
SAN 
ISIDRO PERU 19/11/1999 13.88 NO 




Cliente no es 
Sujeto 











States 30/11/1999 13.85 NO no requiere 
N
O 
Cliente no es 
Sujeto 





705 2 910725.00 1 J03 Lima LIMA 
United
States 22/01/2000 13.70 NO 




Cliente no es 
Sujeto 







691 55 306826.74 1 J03 Lima Lima PERU 23/02/2000 13.62 NO 




Cliente no es 
Sujeto 







691 1 350369.39 2 J03 Lima Lima PERU 23/02/2000 13.62 NO 




Cliente no es 
Sujeto 







236 2 160892.60 1 N04 Tacna TACNA PERU 20/03/2000 13.55 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 20/03/2000 13.55 NO 




Cliente no es 
Sujeto 











States 20/03/2000 13.55 NO 
En Seguimiento por 
la Parte Comercial 
N
O 
Cliente no es 
Sujeto 







0656 1 379950.00 1 N04 Lima Lima 
United
States 05/04/2000 13.50 NO 




Cliente no es 
Sujeto 











States 13/04/2000 13.48 NO 




Cliente no es 
Sujeto 











States 24/04/2000 13.45 NO 




Cliente no es 
Sujeto 







0691 266 601112.77 1 J03 Puno JULIACA PERU 15/05/2000 13.39 NO 




Cliente no es 
Sujeto 











States 01/06/2000 13.35 NO 




Cliente no es 
Sujeto 











States 05/07/2000 13.25 NO 




Cliente no es 
Sujeto 











States 24/08/2000 13.12 NO 
En Seguimiento por 
la Parte Comercial 
N
O 
Cliente no es 
Sujeto 







2666 42 431563.65 1 J03 Loreto IQUITOS PERU 15/11/2000 12.89 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 05/12/2000 12.83 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 07/12/2000 12.83 NO 




Cliente no es 
Sujeto 







3531 6 297000.00 1 J04 Tacna TACNA 
United
States 23/04/2001 12.45 NO 




Cliente no es 
Sujeto 











States 03/07/2001 12.26 NO 




Cliente no es 
Sujeto 







9501 1 349940.00 1 J04 Lima Lima 
United
States 09/07/2001 12.24 NO no requiere 
N
O 
Cliente no es 
Sujeto 







3353 2 92372.88 4 N03 Lambayeque CHICLAYO PERU 17/10/2001 11.97 NO 




Cliente no es 
Sujeto 







1613 1 570000.00 2 N01 Lima Lima 
United
States 26/10/2001 11.94 NO 




Cliente no es 
Sujeto 







2344 107 532188.34 1 J04 Lima Sur 
SAN 
ISIDRO PERU 27/11/2001 11.85 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 27/11/2001 11.85 NO no requiere 
N
O 
Cliente no es 
Sujeto 







5391 9 182819.80 1 J04 Lima Lima 
United
States 20/12/2001 11.79 NO 




Cliente no es 
Sujeto 









1 783690.12 1 J01 Lima Sur 
SAN 
ISIDRO PERU 21/01/2002 11.70 NO no requiere 
N
O 
Cliente no es 
Sujeto 







9741 151 4434264.68 1 J01 Lima Sur 
SAN 
ISIDRO PERU 21/02/2002 11.62 NO 




Cliente no es 
Sujeto 











States 22/02/2002 11.62 NO 




Cliente no es 
Sujeto 











States 22/04/2002 11.45 NO 




Cliente no es 
Sujeto 











States 04/06/2002 11.34 NO 




Cliente no es 
Sujeto 











States 11/06/2002 11.32 NO 




Cliente no es 
Sujeto 







3174 7 392402.53 1 J03 Lima Lima 
United
States 24/03/2003 10.53 NO no requiere 
N
O 
Cliente no es 
Sujeto 







4074 1 75000.00 4 N02 Cajamarca 
CAJAMAR
CA PERU 20/08/2002 11.13 NO 




Cliente no es 
Sujeto 







2316 9 122500.00 3 N04 Arequipa AREQUIPA PERU 09/10/2002 10.99 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 11/10/2002 10.98 NO 




Cliente no es 
Sujeto 





8961 6 286503.40 1 J03 Lima Lima PERU 24/03/2003 10.53 NO 




Cliente no es 
Sujeto 







1185 3 89473.30 4 N02 Lima 
JESUS 
MARIA PERU 09/04/2003 10.49 NO 




Cliente no es 
Sujeto 







0337 3 83482.86 4 N03 Cajamarca 
CAJAMAR
CA PERU 15/04/2003 10.47 NO 




Cliente no es 
Sujeto 











States 01/09/2003 10.09 NO 




Cliente no es 
Sujeto 











States 04/09/2003 10.08 NO 




Cliente no es 
Sujeto 











States 14/10/2003 9.98 NO 




Cliente no es 
Sujeto 







6951 1 50038.49 5 N01 Piura PARIÑAS PERU 04/11/2003 9.92 NO SI 
N
O 
Cliente no es 
Sujeto 











States 12/11/2003 9.90 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 13/11/2003 9.89 NO 




Cliente no es 
Sujeto 







6131 5 1600000.00 1 J01 Puno JULIACA 
United
States 24/03/2004 9.53 NO 




Cliente no es 
Sujeto 







0376 349 855193.30 1 J01 Lima Sur 
SAN 
ISIDRO PERU 10/06/2004 9.32 NO 




Cliente no es 
Sujeto 







0871 7 2129638.13 1 J01 Lima Sur 
SAN 
ISIDRO PERU 10/06/2004 9.32 NO 




Cliente no es 
Sujeto 







6191 23 174766.48 1 J04 Loreto IQUITOS 
United
States 19/06/2004 9.29 NO 




Cliente no es 
Sujeto 











States 19/07/2004 9.21 NO 




Cliente no es 
Sujeto 













States 13/09/2004 9.06 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 20/09/2004 9.04 NO 




Cliente no es 
Sujeto 







3814 7 41460.63 1 J07 Puno JULIACA PERU 30/09/2004 9.01 NO 




Cliente no es 
Sujeto 











States 08/04/2005 8.49 NO 




Cliente no es 
Sujeto 











States 26/04/2005 8.44 NO 




Cliente no es 
Sujeto 







0764 72 1088109.82 1 J03 Arequipa AREQUIPA PERU 29/04/2005 8.43 NO 




Cliente no es 
Sujeto 









States 17/05/2005 8.38 NO 




Cliente no es 
Sujeto 







6841 76 600482.00 1 N03 Tacna TACNA PERU 30/06/2005 8.26 NO 




Cliente no es 
Sujeto 







0867 3 199583.65 1 J04 Lima Lima 
United
States 07/07/2005 8.24 NO 




Cliente no es 
Sujeto 











States 19/07/2005 8.21 NO 




Cliente no es 
Sujeto 





8391 43 380557.27 1 J03 Lima LIMA PERU 17/08/2005 8.13 NO no requiere 
N
O 
Cliente no es 
Sujeto 







2682 1 257478.42 1 N01 Lima LIMA 
United
States 03/09/2005 8.08 NO 




Cliente no es 
Sujeto 







5381 21 194524.00 1 N04 Tacna TACNA PERU 15/09/2005 8.05 NO 




Cliente no es 
Sujeto 







5381 1 194524.00 2 N04 Tacna TACNA PERU 15/09/2005 8.05 NO 




Cliente no es 
Sujeto 











States 22/09/2005 8.03 NO 




Cliente no es 
Sujeto 











States 02/11/2005 7.92 NO 




Cliente no es 
Sujeto 











States 14/11/2005 7.89 NO 




Cliente no es 
Sujeto 







9332 4 749710.00 1 J03 Piura PIURA 
United
States 15/11/2005 7.88 NO 




Cliente no es 
Sujeto 











States 06/12/2005 7.83 NO 




Cliente no es 
Sujeto 











States 03/02/2006 7.67 NO 




Cliente no es 
Sujeto 







2174 7 159330.00 1 N04 Tacna TACNA PERU 18/03/2006 7.55 NO 




Cliente no es 
Sujeto 







2174 1 460185.16 2 N04 Tacna TACNA PERU 18/03/2006 7.55 NO 




Cliente no es 
Sujeto 







3055 5 195507.74 1 J04 Callao CALLAO 
United
States 21/04/2006 7.45 NO 




Cliente no es 
Sujeto 







2191 1 328758.00 1 J03 Lima Lima 
United
States 02/05/2006 7.42 NO 




Cliente no es 
Sujeto 











States 08/05/2006 7.41 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 10/05/2006 7.40 NO 




Cliente no es 
Sujeto 













States 30/05/2006 7.35 NO 




Cliente no es 
Sujeto 











States 09/06/2006 7.32 NO 




Cliente no es 
Sujeto 







6522 62 359006.04 1 J03 Lima Sur 
SAN 
ISIDRO PERU 20/06/2006 7.29 NO 




Cliente no es 
Sujeto 











States 12/07/2006 7.23 NO 




Cliente no es 
Sujeto 











States 21/10/1999 13.96 NO 




Cliente no es 
Sujeto 











States 08/11/2004 8.90 NO no requiere 
N
O 
Cliente no es 
Sujeto 





0855 1 687950.00 1 J04 Lima Lima 
United
States 20/07/2006 7.21 NO 




Cliente no es 
Sujeto 





3951 157 385708.21 1 J03 Lima Sur 
SAN 
ISIDRO PERU 22/07/2006 7.20 NO 
En Seguimiento por 
la Parte Comercial 
N
O 
Cliente no es 
Sujeto 







0133 132 437409.73 1 J03 Lima Sur 
SAN 
ISIDRO PERU 02/08/2006 7.17 NO no requiere 
N
O 
Cliente no es 
Sujeto 







2714 38 131195.34 1 N04 Tacna TACNA PERU 05/08/2006 7.16 NO 




Cliente no es 
Sujeto 







7835 1 999950.00 1 N04 Lima Lima 
United
States 14/08/2006 7.14 NO 




Cliente no es 
Sujeto 











States 14/08/2006 7.14 NO 




Cliente no es 
Sujeto 











States 14/08/2006 7.14 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 14/08/2006 7.14 NO 




Cliente no es 
Sujeto 











States 14/08/2006 7.14 NO 
En Seguimiento por 
la Parte Comercial 
N
O 
Cliente no es 
Sujeto 











States 17/08/2006 7.13 NO 




Cliente no es 
Sujeto 











States 03/10/2006 7.00 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 08/11/2006 6.90 NO 




Cliente no es 
Sujeto 











States 03/01/2007 6.75 NO 




Cliente no es 
Sujeto 







6281 1 7305.11 1 N05 Lima COMAS PERU 30/01/2007 6.68 SI 




Cliente no es 
Sujeto 











States 19/02/2007 6.62 NO 




Cliente no es 
Sujeto 







1351 1 159353.34 1 J04 San Martin 
MOYOBA
MBA PERU 14/03/2007 6.56 NO 




Cliente no es 
Sujeto 











States 02/05/2007 6.42 NO 




Cliente no es 
Sujeto 











States 03/05/2007 6.42 NO no requiere 
N
O 
Cliente no es 
Sujeto 







0891 2 202715.36 1 J04 Lima LIMA 
United
States 09/05/2007 6.41 NO 




Cliente no es 
Sujeto 











States 04/06/2007 6.33 NO 




Cliente no es 
Sujeto 







5730 22 565435.50 1 J03 Lima Lima PERU 16/06/2007 6.30 NO 




Cliente no es 
Sujeto 







2916 13 836692.02 1 J04 Arequipa AREQUIPA 
United
States 28/06/2007 6.27 NO 




Cliente no es 
Sujeto 







6864 1 202867.00 1 J04 Ica PISCO 
United
States 10/07/2007 6.24 NO 




Cliente no es 
Sujeto 







9197 1 152522.14 1 J04 Lima 
LA 
MOLINA PERU 11/08/2007 6.15 NO 




Cliente no es 
Sujeto 







9350 1 370000.00 1 J03 Lima Lima 
United
States 21/08/2007 6.12 NO 




Cliente no es 
Sujeto 







4282 1 160000.00 1 J04 Lima Lima 
United
States 30/10/2007 5.93 NO 




Cliente no es 
Sujeto 











States 20/11/2007 5.87 NO 




Cliente no es 
Sujeto 







7280 25 162653.77 1 J04 Lima 
SAN JUAN 
DE LUR PERU 30/11/2007 5.84 NO 
En Seguimiento por 
la Parte Comercial 
N
O 
Cliente no es 
Sujeto 







7791 8 803459.57 1 J03 Lima LIMA 
United
States 01/12/2007 5.84 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 21/02/2008 5.62 NO no requiere 
N
O 
Cliente no es 
Sujeto 







3832 1 128966.13 1 N01 Puno JULIACA PERU 06/03/2008 5.58 NO 




Cliente no es 
Sujeto 







3832 1 179464.14 2 N01 Puno JULIACA PERU 06/03/2008 5.58 NO 




Cliente no es 
Sujeto 







3876 1 183100.00 1 J04 Piura PIURA 
United
States 07/04/2008 5.49 NO 




Cliente no es 
Sujeto 











States 15/04/2008 5.47 NO 




Cliente no es 
Sujeto 











States 08/05/2008 5.41 NO 




Cliente no es 
Sujeto 







6590 1 49955.00 3 N01 Lima Lima 
United
States 09/05/2008 5.40 NO 




Cliente no es 
Sujeto 







6364 9 155274.51 1 J04 Callao CALLAO 
United
States 09/05/2008 5.40 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 20/05/2008 5.37 NO 




Cliente no es 
Sujeto 







4385 68 1480853.00 1 J03 Lima Sur 
SAN 
ISIDRO PERU 12/06/2008 5.31 NO 




Cliente no es 
Sujeto 







1822 2 799830.00 1 J04 Lima Lima 
United
States 06/08/2008 5.16 NO 




Cliente no es 
Sujeto 







7703 7 2222249.58 1 I01 Lima Lima 
United
States 02/09/2008 5.08 NO 




Cliente no es 
Sujeto 







0125 107 704425.30 1 J01 Arequipa AREQUIPA PERU 09/09/2008 5.07 NO 




Cliente no es 
Sujeto 







3008 380 268289.89 1 J03 Lima Sur 
SAN 
ISIDRO PERU 13/09/2008 5.05 NO no requiere 
N
O 
Cliente no es 
Sujeto 







9800 4 255307.17 1 J03 Lima Sur 
SAN 
ISIDRO PERU 17/09/2008 5.04 NO 




Cliente no es 
Sujeto 







7775 25 7127134.30 1 I01 Lima Lima 
United
States 09/10/2008 4.98 NO 




Cliente no es 
Sujeto 











States 17/11/2008 4.88 NO 




Cliente no es 
Sujeto 











States 18/11/2008 4.87 NO 




Cliente no es 
Sujeto 







0607 339 703236.65 1 J01 Lima Sur 
SAN 
ISIDRO PERU 11/12/2008 4.81 NO 




Cliente no es 
Sujeto 







2285 1 59950.00 1 N01 Lima 
MAGDALE
NA DEL M 
United
States 16/12/2008 4.80 NO 




Cliente no es 
Sujeto 







3145 1 200000.00 1 J07 Arequipa CAYMA 
United
States 19/12/2008 4.79 NO 




Cliente no es 
Sujeto 







4731 11 218300.00 1 J04 Lima Sur 
SAN 
ISIDRO PERU 19/12/2008 4.79 NO 




Cliente no es 
Sujeto 







1123 33 152647.65 1 J04 Lima 
LA 
VICTORIA PERU 19/02/2009 4.62 NO 




Cliente no es 
Sujeto 







6583 2 78139.28 3 N02 Callao CALLAO 
United
States 03/03/2009 4.59 NO 




Cliente no es 
Sujeto 







2751 18 107507.00 1 N01 Tacna TACNA PERU 11/04/2009 4.48 NO 




Cliente no es 
Sujeto 







9793 12 110187.00 1 N04 Tacna TACNA PERU 29/04/2009 4.43 NO 




Cliente no es 
Sujeto 







9793 1 156492.44 2 N04 Tacna TACNA PERU 29/04/2009 4.43 NO 




Cliente no es 
Sujeto 







2947 2 287031.83 1 J04 Lima Lima 
United
States 18/05/2009 4.38 NO 




Cliente no es 
Sujeto 







9850 3 150000.00 3 N04 Lima Sur 
SAN 
ISIDRO PERU 19/05/2009 4.38 NO 




Cliente no es 
Sujeto 







9993 2 193375.00 1 J04 Lima Lima 
United
States 21/07/2009 4.20 NO 




Cliente no es 
Sujeto 







3152 4 324900.00 1 J04 Lima Lima 
United
States 25/08/2009 4.11 NO 




Cliente no es 
Sujeto 











States 26/11/2009 3.85 NO 




Cliente no es 
Sujeto 











States 30/12/2009 3.76 NO 




Cliente no es 
Sujeto 







2334 28 218125.00 1 J04 Lima Lima PERU 13/01/2010 3.72 NO 




Cliente no es 
Sujeto 







8533 20 167693.00 3 N04 Tacna TACNA PERU 18/01/2010 3.71 NO 




Cliente no es 
Sujeto 











States 20/01/2010 3.70 NO 




Cliente no es 
Sujeto 







2194 4 322831.38 1 J03 Lima Sur 
SAN 
ISIDRO PERU 21/01/2010 3.70 NO no requiere 
N
O 
Cliente no es 
Sujeto 







1365 1 970000.00 1 N04 Lima Lima 
United
States 05/02/2010 3.66 NO 




Cliente no es 
Sujeto 







4612 3 200655.76 1 J04 Tumbes TUMBES 
United
States 09/02/2010 3.65 NO no requiere 
N
O 
Cliente no es 
Sujeto 












States 03/03/2010 3.59 NO 




Cliente no es 
Sujeto 







7232 1 153964.58 1 N01 Ancash HUARAZ PERU 10/03/2010 3.57 NO 




Cliente no es 
Sujeto 







1982 1 7710.10 1 N05 Lima COMAS PERU 13/03/2010 3.56 NO 




Cliente no es 
Sujeto 







8334 16 420743.17 1 J04 Lima Lima PERU 18/03/2010 3.55 NO 




Cliente no es 
Sujeto 







3351 1 12103.04 1 N05 Lima Norte HUACHO PERU 10/04/2010 3.48 NO 




Cliente no es 
Sujeto 











States 28/04/2010 3.43 NO 




Cliente no es 
Sujeto 







4583 42 285738.00 3 N04 Tacna TACNA PERU 05/06/2010 3.33 NO 
En Seguimiento por 
la Parte Comercial 
N
O 
Cliente no es 
Sujeto 







4583 1 371354.80 2 N04 Tacna TACNA PERU 05/06/2010 3.33 NO 
En Seguimiento por 
la Parte Comercial 
N
O 
Cliente no es 
Sujeto 











States 17/06/2010 3.30 NO 




Cliente no es 
Sujeto 







3331 5 216168.96 1 J04 Loreto IQUITOS 
United
States 26/06/2010 3.27 NO no requiere SI 
Cliente no es 
Sujeto 







7554 68 294157.67 1 J04 Lima Sur 
MIRAFLOR
ES PERU 08/07/2010 3.24 NO 




Cliente no es 
Sujeto 







9931 17 207260.58 1 J04 La libertad TRUJILLO PERU 09/07/2010 3.24 NO 




Cliente no es 
Sujeto 











States 16/07/2010 3.22 NO no requiere 
N
O 
Cliente no es 
Sujeto 











States 24/08/2010 3.11 NO 




Cliente no es 
Sujeto 











States 07/10/2010 2.99 NO 




Cliente no es 
Sujeto 











States 08/11/2010 2.90 NO 
En Seguimiento por 
la Parte Comercial 
N
O 
Cliente no es 
Sujeto 







7793 1 275005.55 1 J04 Lima Sur 
SAN 
ISIDRO PERU 19/11/2010 2.87 NO 




Cliente no es 
Sujeto 











States 19/11/2010 2.87 NO 




Cliente no es 
Sujeto 







9925 1 88000.00 2 N01 Lima Sur 
SAN 
BORJA PERU 31/03/2011 2.51 NO 




Cliente no es 
Sujeto 







1910 40 303819.85 1 J03 Lima Sur 
SAN 
ISIDRO PERU 28/04/2011 2.43 NO no requiere 
N
O 
Cliente no es 
Sujeto 







2031 1 73600.91 1 J07 Lima Lima PERU 31/08/2011 2.09 NO 




Cliente no es 
Sujeto 





0322 1 73000.00 4 N01 Lima Lima PERU 13/09/2011 2.05 NO 




Cliente no es 
Sujeto 





0322 2 169900.00 5 N01 Lima Lima 
United
States 13/09/2011 2.05 NO 




Cliente no es 
Sujeto 







7873 2 229850.00 1 N03 Lima Lima 
United
States 21/10/2011 1.95 NO 




Cliente no es 
Sujeto 











States 26/10/2011 1.94 NO 




Cliente no es 
Sujeto 







9861 1 5311.77 1 N05 Piura PIURA PERU 04/11/2011 1.91 NO 




Cliente no es 
Sujeto 







7802 4 311335.20 1 J07 Lima Sur 
MIRAFLOR
ES PERU 16/01/2012 1.71 NO 




Cliente no es 
Sujeto 











States 02/03/2012 1.59 NO 




Cliente no es 
Sujeto 







6011 1 105000.00 1 N03 Lima 
LA 
MOLINA PERU 22/03/2012 1.53 NO 




Cliente no es 
Sujeto 











States 27/08/2012 1.10 NO 




Cliente no es 
Sujeto 







1052 1 94975.00 3 N01 Lima 
SAN 
MARTIN 
DE P PERU 18/09/2012 1.04 NO 




Cliente no es 
Sujeto 












States 18/09/2013 0.04 NO 




Cliente no es 
Sujeto 







4241 1 46771.66 4 N01 Arequipa AREQUIPA PERU 28/09/2012 1.01 NO 




Cliente no es 
Sujeto 







5872 2 79476.51 2 N02 Lima 
PUEBLO 
LIBRE PERU 28/09/2012 1.01 NO 




Cliente no es 
Sujeto 
Obligado Sí Sí No 
 
