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A.  Sertipikat Tanah 
Dalam pembahasan berkenaan dengan sertipikat tanah, tidak 
terlepas dari pengeritian yang tercantum dalam Peraturan Pemerintah 
Nomor 24 Tahun 1997 Tentang Pendaftaran Tanah. Dalam Pasal 1 ayat 20 
menjelaskan, sertipikat adalah surat tanda bukti hak sebagaimana dimaksud 
dalam Pasal 19 ayat (2) huruf c UUPA untuk ha katas tanah, hak 
pengelolaan, tanah wakaf, hak milik atas satuan rumah susun dan hak 
tanggungan yang masing-masing dudah dibukukan dalam buku tanah yang 
bersangkuta13. Setipikat tanah merupakan berkas untuk kepentingan 
pemegang hak yang bersangkutan sesuai dengan data fisik dan data yuridis 
yang telah didaftarkan dalam buku tanah. Sertipikat tanah hanya boleh 
diserahkan kepada pihak yang Namanya tercantum dalam buku tanah yang 
bersangkutan sebagai pemegang hak atau pihak lain yang dikuasakan 
olehnya14. Hal tersebut sangat erat hubunganya dengan buku tanah, 
sedangkan buku tanah dijelaskan juga dalam pasal 1 ayat 19 yaitu, buku 
tanah adalah dokumen dalam bentuk daftar yang memuat data yuridis dan 
data fisik suatu obyek pendaftaran tanah yang sudah ada haknya15. Substansi 
tentang buku tanah dan setipikat tanah dicantumkan dalam Pasal 1 ayat 1 
yang mana termasuk kedalam sistem pendaftaran tanah. Pendaftaran tanah 
diatur dalam Pasal 19 ayat (2) Undang-Undang Nomor 5 Tahun 1960 
tentang Peraturan Dasar Pokok-Pokok Agraria (UUPA)16. 
Pendaftaran tersebut dalam ayat (1) pasal ini meliputi17:  
a) Pengukuran perpetaan dan pembukuan tanah; 
b) Pendaftaran hak-hak atas tanah dan peralihan hak-hak tertentu; 
 
13 Peraturan Pemerintah Nomor 24 Tahun 1997 Tentang Pendaftaran Tanah. 
14 m.hukumonline.com, “Perbedaan Buku Tanah dengan Sertipikat Tanah”, 
(https://m.hukumonline.com/klinik/detail/ulasan/lt591653f27ee0c/perbedaan-buku-tanah-dengan-
sertifikat-tanah), diakses pada tanggal 1 Juli 2021, pukul 16.07 WIB. 
15 Peraturan Pemerintah Nomor 24 Tahun 1997 Tentang Pendaftaran Tanah. 
16 m.hukumonline.com, “Perbedaan Buku Tanah dengan Sertipikat Tanah”, 
(https://m.hukumonline.com/klinik/detail/ulasan/lt591653f27ee0c/perbedaan-buku-tanah-dengan-
sertifikat-tanah), diakses pada tanggal 1 Juli 2021, pukul 16.07 WIB. 




c) Pemberian surat-surat tanda bukti hak, yang berlaku sebagai alat 
pembuktian yang kuat. 
B. Dokumen Elektronik 
1. Pengertian Dokumen Elektronik 
Berdasarkan Undnag-Undang Nomor 11 Tahun 2008 
sebagaimana telah diubah dengan Undang-Undang Nomor 19 Tahun 
2016 Tentang Informasi dan Transaksi Elektronik, dokumen elektronik 
merupakan informasi elektronik yang dibuat, diteruskan, dikirimkan, 
diterima, atau disimpan dalam bentuk analog, digital, elektromagnetik, 
optikal, atau sejenisnya, yang dapat dilihat, ditampilkan, dan/atau 
didengar melalui computer atau system elektronik, termasuk tetapi tidak 
terbatas pada tulisan, suara, gambar, peta, rancangan, foto atau 
sejenisnya, huruf, tanda, angka, kode akses, symbol atau perforasi yang 
dimiliki makna atau arti atau dapat dipahami oleh orang yang mampu 
memahaminya18. 
Menurut repository Universitas Terbuka dalam Mudul 
belajarnya yang berjudul Pengantar Pengelolaan Arsip Elektronik, 
Dokumen Elektronik umumnya diciptakan dan dikelola mengunakan 
berbagai data dan sarana managemen dokumen, seperti perangkat lunak 
Manajemen Dokumen Elektronik (EDMS)19. 
Dokumen elektronik merupakan tranformasi dari dokumen 
konvensional yangmana akan  menggantikan dokumen konvensional. 
Hal ini merupakan upaya pemerintah dalam mengikuti perkembangan 
zaman di era serba digital. Adanya peraturan tentang dokumen 
elektronik dapat mempermudahkan masyarakat dalam mendapatkan 
pelayanan dari pemerintah dan masyarakat bias ikut mengontrol 
pekerjaan pemerintah.  
 
18 Undnag-Undang Nomor 11 Tahun 2008 sebagaimana telah diubah dengan Undang-Undang 
Nomor 19 Tahun 2016 Tentang Informasi dan Transaksi Elektronik. 
19 Muhammad Rustam, “Pengantar Pengelolaan Arsip Elektronik”, 




Peraturan berkenaan dengan dokumen elektronik ini tercantum 
dalam Pasal 1 ayat 4 Undang-Undang Nomor 19 Tahun 2016 Perubahan 
Atas Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi dan 
Traksasi Elektronik yang disahkan pada tanggal 25 November 2016. 
Hadirnya aturan tentang dokumen elektronik guna mewujudkan E-
government dalam pelaksanaannya. 
E-government adalah system pemerintahan yang berbasis 
teknologi komunikasi. Pada prinsipnya inovasi e-government ini adalah 
untuk meningkatkan kualitas proses pelayanan dari lembaga 
pemmerintah kepada masyarakat melalui pelayanan online. Selain itu, 
melalui system e-government, masyarakat bias ikut mengongtrol 
pekerjaan pemerintah20. 
Dokumen elektronik adalah wujud nyata dari pelaksanaan e-
government, karna dokumen elektronik menjamin kemudahan bagi 
masyarakat yang membutuhkannya. Masyarakat tidak perlu mengurusi 
kepentingannya di pemerintah dengan dating lansung ke kantor 
pemerintahan. Tetapi bias mengurusinya melalui internet dengan 
membuka situs-situs pemerintah yang ingin dituju. 
2. Prinsip-prinsip Dokumen Elektronik 
Dalam pelaksanaan dokumen elektronik ada prinsip-prinsip 
yang harus dipatuhi, prinsip-prinsip tersebut saya mengacu kepada satu 
web yang mengambil sumber dari Cara Pembuatan Obat yang Baik atau 
singkatan dari CPOB. CPOB 2012 Aneks 7 Sistem Komputerisasi dan 
FDA CFR 21 Part 11 menjelaskan bahwasanya ada 6 (enam) prinsip, 
yaitu: 
1) Electronic Recording 
Prinsip ini adalah bahwa system harus bias merekam secara 
elektronik. Inisiasi perekaman itu sendiri bias bermacam, bias 
 
20 Goodnewsfromindonesia.id, “penerapan system E-government di Indonesia” 
(https://www.goodnewsfromindonesia.id/2018/01/23/penerapan-sistem-e-government-di-




sesuatu yang di-input oleh orang, operator mesin, atau memang data 
yang direkam dari hasil pengukuran intrumen yang juga dilakukan 
secara elektronik. 
2) Data Integrity 
Data integrity adalah membangun system bahwa data yang terekam 
secara elektronik valid atau benar. Bila hal tersebut di input oleh 
personal, maka harus dipastikan bahwa variable di input benar 
mewakili keadaan proses yang terjadi. Jika merupakan hasil output 
elektronik, perlu juga ada tahapan pengujian bahwa yang dihasilkan 
dari sebuah elektronik akan terekam dengan nilai yang sama dengan 
yang tersimpan pada data elektronik. 
3) Password Management 
Password management adalah segelintir orang yang bisa mengakses 
data dengan menggunakan kode unik. Hal ini berguna untuk 
menjaga data dari oknum yang tidak bertanggung jawab. Biasanya 
yang memiliki kewenangan tersbeut merupakan atasan atau jabatan 
tertinggi. Otoritas yang umum memggunakan paduan user-name dan 
password. Selain user-name dan password bias juga menggunakan 
alat-alat yang bias dibawa-bawa seprti pass-card. Untuk keamaan 
yang lebih tinggi biasanya menerapkan biometri seperti sidik jarim 
pengenal suara. 
4) Electronic Signature 
Electronic signature atau sering disebut tanda tangan elektronik 
merupakan prinsip yang saling berkaitan dengan prinsip password 
management. Pada prinsip ini pemilik wewenang tidak perlu  
membubuhkan tanda tangan, cukup dengan system yang dibangun 
sehingga bila ada dokumen yang dihasilkan dari system computer 
akan selalu tertera pengesahan penjabatnya, dan terjamin bahwa 
dokumen tersebut memang sudah melalui konfirmasi pengesahan, 





5) Audit Trail 
Audit trail merupakan prinsip pengecekan ulang dari dokumen 
elektronik yang digunakan, agar tidak terjadi kesalahan pada 
dokumen elektroniknya. System harus menjamin bahwa setiap 
kesalahan dan koreksinya akan terekam dan selal bias untuk 
ditelusuri baik secara elektronik ataupun dokumen cetak yang 
dihasilkan yang tertunya dilakukan validasi kebenarannya. Koreksi 
harus bisa memperlihatkan dari segi keseluruhan dokumen 
elektronik yang meliputi dari substansi, jam, tanggal, dan pihak yang 
berwenang sebagai penanggungjawab dokumen elektronik. 
6) Security, Back-up dan Recovery 
Dalam system komputerisasi yang menghasilkan data dan dokumen 
elektronik harus terjamin dan bias dibuktikan memiliki system 
keamanan yang baik. Tidak hanya pada aspek pemrograman yang 
dibangun dalam system, tapi juga terkait prosedur off-line-nya. 
Dalam hal ini prosedur penanganan user-name password bagi 
maisng-masing pengguna, prosedur penginaan ekternal hard-disk, 
USB, dan lain sebagainya21. 
C. Keamanan Informasi Data Pribadi 
1. Pengertian Keamanan Informasi Data Pribadi 
Sebelum membahas tentang keamanan informasi data pribadi, agar 
lebih mudah, terlebih dahulu untuk mengemukakan system informasi. 
Beberapa pakar mengemukan definisi system informasi untuk menjadi 
acuan bagi calon cendikiawan yang tengah berproses di bangku Pendidikan, 
yaitu: 
Telah ditegahkan pendapat Gordon B. Davis yang menyatakan 
“informasi adalah data yang telah diproses ke dalam suatu bentuk yang 
 
21 www.pitoyo.com, “Prinsip Dokumen Elektronik”, 
(https://www.pitoyo.com/catatanpitoyo/index.php/eng/166-prinsip-dokumen-elektronik), diakses 




mempunyai arti bagi si penerima dan mempunyai nilai nyata dan terasa bagi 
keputusan saat itu atau keputusan mendatan”.22 
Tata Sutabri dalam bukunya yang berjudul Konsep Sistem Informasi 
mengunkapkan bahwa “system informasi adalah suatu system di dalam 
suatau organisasi yang mepertemukan kebutuhan pengelolaan transaksi 
harian yang mendukung fungsi operasi organisasi yang bersifat manajerial 
dengan kegiatan strategi dari suatu irganisasi untuk dapat menyediakan 
kepada pihak luar tertentu dengan laporan-laporan yang ditentukan”.23 
Sedangkan menurut Whitten, Bentley, dan Ditman menyatakan 
bahwa “sistemm informasi adalah pengaturan orang, data, proses, dan 
informasi atau teknologi informasi yang berinteraksi untuk mengumpulkan, 
memproses, menyimpan, dan menyediakan sebagai output informasi yang 
diperlukan untuk mendukung instansi atau organisasi”.24 Dapat disimpulkan 
bahwasanya system informasi merupakan kumpulan dari perangkat keras, 
peramgkat lunak, seumber daya manusia, dan komponen lainnya yang 
saling bekerjasama untuk melakukan tujuan organisasi dengan 
menggunakan bantuan teknologi computer. Lahirnya system informasi di 
dunia ini berkolerasi dengan keamanan informasi. Karna tanpa adanya 
system keamanan informasi, berakibat pada informasi-informasi rahasia 
yang menjadi privasi seseorang atau privasi suatu perusahaan bahkan 
informasi berkenaan dengan rahasia negeri akan mudah bocor dan disalah 
gunakan oleh pihak yang tidak bertanggung jawab. Beberapa pakar 
mengemukakan beberapa definisi mengenai System keamanan informasi: 
Kemanan informasi menurut  Riyanarto Sarno dan Irsyat Iffano 
dalam bukunya Sistem Manajemen Keamanan Informasi menjelaskan 
 
22 Prof. Drs. Onong Uchjana Effendy. MA., “Sistem Manajemen Informasi”, Mandar Mamuju: 
Bandung, 1996. Hal. 76 
23 Asriyanik, “Penilaian Keamanan Sistem Informasi Akademik Universitas Muhammdiyah 
Sukabumi Dengan Menggunakan ISO 27001”. Jurnal SANTIKA, Volume 6 No. 2, Desember 2016. 
Hal. 501 




keamanan informasi adalah penjagaan informasi dari seluruh ancaman yang 
mungkin terjadi dalam upaya untuk memastikan atau menjamin 
kelansungan bisnis (business continuity), meminimalisir resiko bisnis dan 
memaksimalkan atau mempercepat pengembalian investasi dan peluang 
bisnis.25  
Berkenaan dengan keamanan informasi hampir diseluruh dunia 
mengikuti standar yang buat oleh International Organization Standard 
(ISO). ISO mengungkapkan keamanan informasi adalah upaya 
perlindungan dari berbagai macam ancaman untuk memastikan 
keberlanjutan bisnis, meminimalisisr resiko bisnis, dan meningkatkan 
investasi dan peluang bisnis26. International Organization Standard 
merupakan asosiasi global yang terdiri dari badan-badan standarisasi 
nasional. ISO didirikan pada tanggal 23 Februari 1947 dan berkantor pusat 
di Jenewa, Swis. Iso beranggotakan 163 negara dari 203 negara yang ada di 
dunia27.  
Jaminan karena undang-undang yang dimaksud adalah Undang-
Undang Tentang Informasi dan Transaksi Elektronik yang mana menurut 
Pasal 15 tertera bahwa Penyelenggara Sistem Elektronik menjamin hak-hak 
pengguna. Jamiman dalam pembahasan ini berkorelasi dengan prinsip 
tanggung jawab mutlak, karena pada prinsipnya, prinsip tanggung jawab 
mutlak adalah jaminan atas konsekuensi atau akibat hukum dari suatu 
system Elektronik yang mengakibatkan kerugian bagi penggunanya. 
 
25 Riyanarto Sarno. Irsyat Iffano, “Sistem Manajemen Keamanan Informasi”, ITS Press: Surabaya, 
2009. Hal. 26-27. 
26 Asriyanik, “Penilaian Keamanan Sistem Informasi Akademik Universitas Muhammdiyah 
Sukabumi Dengan Menggunakan ISO 27001”. Jurnal SANTIKA, Volume 6 No. 2, Desember 2016. 
Hal. 502 
27 Heru Susanto. Mohammad Nabil Almunawar. Yong Chee Tuan, “Information Security 
Management System Standards: A Comparative Study of the Big Five”. International Jurnal of 





D. Penjelasan Umum Peraturan Menteri ATR/BPN Nomor 1 Tahun 2021 
Tentang Sertipikat Elektronik 
BAB pertama Pasal 1 ayat (1 sd 13) dalam Permen ATR/BPN 
Nomor 1 Tahun 2021 tentang Sertipikat Elektronik menjelaskan berkenaan 
dengan Ketentuan Umum  yang meliputi system elektronik, dokumen 
elektronik, data, pangkalan data, tanda tangan elektronik, ha katas tanah, 
sertipikat, sertipikat elektronik, perta ruang, Kementerian Agraria dan Tata 
Ruang/Kelapa Badan Pertanahan Nasional, Menteri Agraria dan Tata 
Ruang/ Kepala Badan Pertanahan Nasional, Kantor Wilayah Badan 
Pertanahan Nasional, dan Kantor Pertanahan. Dalam hal ini merupakan 
penjelasan dasar yang dituturkan dalam bentuk pengertian. 
BAB kedua Pasal 2 sd 5 membahas terkait dengan Pelaksanaan 
Sistem Elektronik Pendaftaran Tanah yang meliputi pendaftaran tanah 
untuk pertama kali dan pemeliharaan data pendaftaran tanah 
diselenggarakan melalui system elektronik serta diberlakukan secara 
bertahap. Dokumen elektronik atau data yang dimaksud merupakan data 
pemegang hak, data yuridis bidang tanah yang valid, selain itu data juga 
disimpan pada pangkalan data. Pelaksanaan teknis sertipikat elektronik 
berkenaan dengan system elektroniknya dilaksanakan secara andal, aman 
dan bertanggung jawab, selain itu sertipikat elektronik juga disahkan 
menggunakan Tanda Tangan Elektronik sesuai dengan peraturan 
perundang-undangan. Sertipikat elektronik hasil cetaknya atau dokuemn 
elektroniknya dapat diakses melalui system elektronik dan merupakan alat 
bukti yang sah sesuai dengan hukum acara yang berlaku di Indonesia. 
BAB ketiga Pasal 6 sd Pasal 16 membahas terkait dengan Penertiban 
Sertipikat Elektronik Untuk Pertama Kali yang meliputi dua bagian. Bagian 
pertama menjelaskan tata cara perdaftaran tanah pertama kali untuk yang 
belum terdaftar. Sedangkan bagian kedua menjelaskan penggantian 
sertipikat menjadi sertipikat-el untuk tanah yang sudah terdaftar. 
BAB keempat Pasal 17 membahas terkait dengan Pemeliharaan 




data yuridis bidang tanah yang sudah diterbitkan Sertipikat-el dilakukan 
melalui system elektronik. 
BAB kelima Pasal 18 dan 19 membahas terkait dengan Edisi 
Setipikat Elektronik yang meliputi Sertipikat-el diterbitkan untuk pertama 
kalinya dengan nomoran edisi berupa angka numerik dan jika dalam 
pengimputan data terjadi kesalahan, maka penjabat yang berwenang wajib 
melakukan pembetulan dan menerbitkan Sertipikat-el edisi baru. BAB 
keenam dan BAB ketujuh merupakan Ketentuan Peralihan dan Ketentuan 
Penutup. 
Kedudukan Permen merupakan salah satu jenis peraturan 
perundang-undangan, Permen diakui keberadaannya dan mempunyai 
kekuatan hukum mengikay dengan dua syarat yaitu diperintahkan oleh 
Peraturan Perundang-undangan yang lebih tinggi atau dibentuk berdasarkan 
kewenangan28. Peraturan Menteri ATR/BPN Nomor 1 Tahun 2021 Tentang 
Sertipikat Elektronik merujuk kepada dasar pertimbangan (konsideran) 
yaitu UUPA dan Peraturan Pelaksanaannya serta Peraturan Perundang-
undangan terkait UU ITE dan UU Cipta kerja. Maka dapat dikatakan 
bahwasanya Permen tersebut dasar perintahnya melalui Peraturan yang 
lebih tinggi yang menunjukkan dasar-dasar wewenang dari menteri-menteri 
sebagai pembantu Presiden yang mempunya wewenang tertentu dalam 
pemerintahan. Dalam hal ini pemerintahan yang dimaksud adalah 
Kementerian ATR/BPN yang membidangi urusan pertanahan dan tata 
ruang. 
Hasil-hasil dari penelitian diatas merupakan analisis oleh penulis 
sendiri dan satu sumber jurnal. Analisis penilitian yang merupakan dari 
pakar belum ditemukan dari berbagai media. Karena Peraturan Menteri 
ATR/BPN Nomor 1 Tahun 2021 Tentang Sertipikat Elektronik masih 
tergolong baru. Permen ini disahkan pada tanggal 12 Januari 2021. 
 
28 Dian Aries Mujiburohman, “Transformasi Dari Kertas ke Elektronik: Telaah Yuridis dan Teknis 





E. Sertipikat Elektronik 
1. Pengertian Sertipikat 
Dalam Kamus Besar Bahasa Indonesia sertipikat merupakan 
tanda atau surat keterangan atas pernyataan tertulis atau tercetak dari 
orang yang berwenang yang dapat digunakan sebagai bukti pemilikan 
atau suatu kejadian29. Sedangkan dikutip dari dictionary sertipikat 
adalah: 
“A document serving as evidence or as written testimony, as of 
status, qulifications, privileges, or the trurh of something30.” 
“A document attesting to the fact that a person has completed an 
educational course, issued either by an institution not authorized to grant 
diplomas, or to a student not qualifying for a diploma31.” 
Berdasarkan Peraturan Presiden Tentang Pendaftaran Tanah 
sertipikat adalah surat tanda bukti hak sebegaimana dimaksud dalam 
Pasal 19 ayat (2) huruf C UUPA untuk ha katas tanah, hak pengelolaan, 
tanah wakaf, hak milik atas satuan rumah susun dan hak tanggungan 
yang masing-masing sudah dibuktikan dalam buku tanah yang 
bersangkutan32. Yang dimaksud dalam Pasal 19 ayat (2) huruf c UUPA 
adalah surat-suarat tanda bukti hak, yang berlaku sebagai alat 
pembuktian yang kuat. 
2. Sertipikat Elektronik 
Tujuan Sertipikat-el 
Lahirnya tujuan dalam penerapan sertipikat-el dijelaskan secara 
umum didalam konsideran menimbang (a) Permen ATR/BPN Nomor 1 
Tahun 2021 Tentang Sertipikat Elektronik yaitu33: 
 
29 Kamus Besar Bahasa Indonesia, “Sertifikat”, (https://kbbi.web.id/sertifikat), diakses pada tanggal 
11 Maret 2021 pukul 19.05 WIB. 
30 Dictionary, “Certificate”, (https://www.dictionary.com/browse/certificate), diakses pada tanggal 
11 Maret 2021 pukul 19.11 WIB. 
31 Ibid. 
32 Peraturan Presiden Nomor 24 Tahun 1997 Tentang Pendaftaran Tanah. 




“Bahwa untuk mewujudkan modernisasi pelayanan pertanahan guna 
meningkatkan indicator kemudahan berusaha dan pelayanan public 
kepada masyarakat, perlu mengoptimalkan pemanfaatan teknologi 
informasi dan kokunikasi dengan menerapkan pelayanan pertanahan 
berbasis teknologi” 
Tujuan tersebut sejalan dengan pelaksanaan EoDB (Easy of 
Doing Business) dengan alasan kemudahan berusaha, perizian, 
perpajakan, jaringan listrik, kemudahan memperoleh pinjaman dan 
pendaftaran property dan lain sebagainya. Maka lokasi khusus EoDB 
yang mewakili pelaksanaan sertipikat-el seperti lima Kantor pertanahan 
di Provinsi Jakarta dan dua Kantor Pertanahan Surabaya 1 dan 
Suarabaya 2, kemudian secara bertahap akan dilaksanakan di Kantor 
Pertanahan di Seluruh Indonesia34. 
Selain tujuan yang disebutkan diatas, disampaikan oleh 
Direktorat Jenderal Penetapan Hak dan Pendaftaran Tanah Kementerian 
ATR/BPN juga mecuitkan alasan berkatan dengan efisiensi dan 
transparan. Masksud dari efisiensi dan transparan tersebut dijelaskan 
secara terperinci oleh Ir. Suyus Widayana, M.App.Sc. selaku Direktorat 
Jenderal Penetapan Hak dan Pendaftaran Tanah Kementerian ATR/BPN 
adalah35: 
“untuk alasan efisiensi dan transparansi pendaftaran tanah; 
pengelola arsip dan warkah pertanahan akan lebih terjamin; 
internsitas layanan derivative akan meningkat, berbanding lurus 
dengan bertambahnya jumlah tanah terdaftar melalui PTSL; trend 
modernisasi dan tuntutan ekosistem ekonomi, social dan budaya 
menuju industry 4.0; sudah terbukti berhasil pada instansi 
pemerintah lainnya dan sector swasta dalam modernisasi pelayanan; 
 
34 Dian Aries Mujiburohman, “Transformasi Dari Kertas ke Elektronik: Telaah Yuridis dan Teknis 






akan meniakan nilai Registering Property dalam rangka 
memperbaiki peringkat Easy of Doing Business Indonesia; akan 
mengurangi kewajiban masyarakat untuk datang ke kantor 
pertanahan dampai 80%; persepsi masyarakat bahwa pelayanan 
pertanahan dikelola secara tradisional; meningkatnya bencana alam 
seprti banjir, lonsor dan gempa bumi”. 
Pengertian Sertifikat-el 
Dalam dunia serba digital, pada umumnya sertipikat elektronik 
digunakan untuk alasan keamaanan. Hal ini juga diterapkan oleh 
Kementerian Agraria dan Tata Ruang (ATR/BPN). Yaitu Sertipikat 
Elektronik berdasarkan Peraturan Menteri Nomor 1 Tahun 2021 
Tentang Setipikat Elektronik. Merujuk pada Undang-Undang Nomor 11 
Tahun 2008 Tentang Informasi dan Transaksi Elektronik Sertipikat 
Elektronik adalah sertipikat yang bersifat elektronik yang memuat tanda 
tangan elektronik dan identitas yang menunjukkan status subjek hokum 
para pihak dalam transaksi elektronik yang dikeluarkan oleh 
penyelenggara elektronik36. 
Sektipikat elektronik yang dimaksud dalam Peraturan Menteri 
Nomor 1 Tahun 2021 Tentang Sertipikat elektronik adalah sertipikat 
elektronik yang selanjutnya disebut Sertipikat-el adalah sertipikat yang 
diterbitkan melalui system elektronik dalam bentuk dokumen 
elektronik37. Sertipikat elektronik ini guna menwujudkan digitalisasi 
dan efisien dalam pelayanan kepada public dengan harapan mengurangi 
sengketa-sengketa berkaitan dengan pertanahan. 
 
 
36 Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi dan Transaksi Elektronik sebgaimana 
telah diubah dengan Undang-Undang Nomor 19 Tahun 2016 Tentang Informasi dan Transaksi 
Elektronik. 




3. Keunggulan dan Kekurangan Sertipikat-el 
Keunggulan Sertipikat-el 
1) Irit biaya penyimpanan 
Dengan menggunakan system elektronik, Sertipikat-el dapat 
disimpan melalui layanan online, seperti Google Drive atau iCloud 
dan/keduanya. Melalui penyimpanan layanan online pemegang 
akun juga bisa mengakses dimana saja tanpa perlu kerumah dengan 
syarat pemegang akun layanan penyimpanan online terhubungan 
dengan internet. Kita komperasikan jika menggunakan sertipikat 
kertas, berapa biaya yang harus dikeluarkan untuk membeli sebuah 
brangkas? Jika menggunakan safe deposit box pada sebuah bank, 
berapa pula yang harus dibayarkan dalam periode secara tahunan? 
Tentu saja tidak semurah menyimpan sertipikat secara online38. 
2) Meningkatkan efisiensi 
Diretur Pengaturan Pendaftaran Tanah dan Ruang yaitu Dwi 
Purnama menjelaskan penyelenggaraan pendaftaran tanah secara 
elektronik akan meningkatkan efisiensi baik pada simpul input 
maupun output, sekaligus mengurangi pertemuan fisik antara 
pengguna layanan dan penyedia layanan39. Pada peningkatan 
efisiensi e-Sertipikat Peneliti Lembaga Kajian Ekonomi Institue for 
Development of Economics and Finance Rusli Abdullah 
menjelaskan sertifikasi tanah secara elektronik akan membuat data 
menjadi lebih terintregritasi. Diharapkan berdampak ke sisi 
pertanian mengenai tingkat alih fungsi lahan pangan, khususnya 
sawah menjadi nonsawah semakin terkendali sehingga menjaga 
ketanahan pangan social40. 
 
38www.raywhite.co.id, “Sertifikat Tanah Elektronik, Aman?”, 
(https://www.raywhite.co.id/news/sertifikat-tanah-elektronik-aman), diakses pada tanggal 03 Juni 
2021, Pukul 14.34 WIB. 
39 www.money.kompas.com, “Simak Penjelasan Lengkap BPN Soal Sertifikat Tanah Elektronik” 
(https://money.kompas.com/read/2021/02/06/082623626/simak-penjelasan-lengkap-bpn-soal-
sertifikat-tanah-elektronik?page=all), diakses pada tanggal 03 Juni 2021, Pukul 14.49 WIB. 





3) System kemanan yang baik 
Kepala Pusat Data dan Informasi Pertanahan, Tata Ruang, Lahan 
Pertanian Pangan Berkelanjutan (LP2B) yaitu Virgo Eresta Jaya 
menjelaskan ini cara merupakan cara kita meningkatkan keamanan, 
karena dengan elektronik, kita lebih bisa menghindari pemalsuan, 
serta tidak dapat disangkal dan dipalsukan. Di dalam e-Sertipikat 
juga kita memberlakukan tanda tangan elektronik, Ketika 
penandatanganan digital dilakukan, operasi kriptografi melekatkan 
sertipikat digital dan dokumen yang akan ditandatangani dalam 
sebuah kode yang inik. Selian itu di dalam e-Sertipikat akan dijamin 
keutuhan data yang berarti datanya akan selalu utuh, tidak dikurangi 
atau berubah dan untuk kerahasiaan kitasudah dilindungi oleh 
oengamanan dengan menggunakan teknologi persandian dari 
Bandan Siber dan Sandi Negara41. 
4) Mengurangi potensi kehilangan akibat Force Majeure 
Hal-hal yang tidak diinginkan akibat bencana alam, banjir, 
kebakaran, pencurian dan sebagainya sangat mungkin terjadi dan 
dapat terjadi dimana saja dan kapan saja. Dengan e-Sertipikat 
membuat resiko hilangnyae-Sertipikat akibat adanya force majure 
semakin terminimalisir. Hal ini dikarenakan menyimpannya secara 
online pada layanan penyimpanan data online dan tetap bisa diakses 





sertifikat-tanah-elektronik-mudahkan-verifikasi-lahan-pertanian), diakses pada tanggal 03 Juni 
2021, pukul 15.14 WIB. 
41 www.bisnis.tempo.co, “BPN Ungkap Kelebihan Sertifikat Tanah Elektronik: Lebih Aman dan 
Mudah Diakses”, (https://bisnis.tempo.co/read/1429527/bpn-ungkap-kelebihan-sertifikat-tanah-
elektronik-lebih-aman-dan-mudah-diakses/full&view=ok), diakses pada tanggal 03 Juni 2021, 
Pukul 15.02 WIB. 
42 www.raywhite.co.id, “Sertifikat Tanah Elektronik, Aman?”, 
(https://www.raywhite.co.id/news/sertifikat-tanah-elektronik-aman), diakses pada tanggal 03 Juni 





Menurut Pakar Hukum Pertanahan Lembaga Advokasi 
Konsumen Properti Indonesia Erwin Kallo mengatakan bahwa 
sertipikat tanah elektronik memiliki dua kelemahan yakni dari sisi teknis 
dan hukum. Dari sisi teknis sertipikat tanah elektronik sangat rentan dan 
mudah diretas oleh para hacker43. Karna beliau berkaca terhadap situs 
CIA, bahwasanya situs CIA aja bisa diretas dengan sedemikian bagus 
system keamanannya. Sedangkan infrastruktur web Indonesia yang 
belum siap, mudah untuk diretas. 
Selain itu Erwin mejelaskan dari sisi hukum, apakah ahkim 
menerima sertifikat elektronik sebagai bukti di pengadilan jika terjadi 
sengketa tanah. Secara undang-undang belum bisa melakukan 
pembuktian melalui elektronik, sedangkan bagaimana kalua ada 
sengketa tanah terus menggunakan setipikat elektronik44. 
4. Karakteristik Sertipikat-el 
1) Kode dokumen 
Sertifikat elektronik enggunakan hashcode atau kode unik dokumen 
elektronik yang dihasilkan oleh system45. 
2) Scan QR code 
Sertifikat-el menggunakan QR code yang berisi tautan yang 
memudahkan masyarakat mengakses lansung dokumen elektronik46. 
3) Nomor identitas 
Sertifikat elektronik hanya menggunakan satu nomor, yaitu Nomor 
Identifikasi Bidang (NIB) sebagai indentitas tunggak (single 
identity). 
 
43 www.newssetup.kontan.co.id, “Pakar Pertanahan Sebut Ada 2 Kelemahan Sertifikat Elektronik, 
Apa itu?”, (https://newssetup.kontan.co.id/news/pakar-pertanahan-sebut-ada-2-kelemahan-
sertifikat-elektronik-apa-itu), diakses pada tanggal 03 Juni 2021, Pukul 17.50 WIB. 
44 Ibid, diakses pada tanggal 06 Juni 2021, Pukul 15.20 WIB. 
45 www.kompas.com, “6 Hal yang Perlu Diketahui tentang Sertifikat Tanah Elektronik”, 
(https://www.kompas.com/tren/read/2021/02/04/095700065/6-hal-yang-perlu-diketahui-tentang-
sertifikat-tanah-elektronik?page=all), diakses pada tanggal 06 Juni 2021, Pukul 15.25 WIB. 







4) Ketentuan kewajiban dan larangan 
Pada sertifikat elektronik, ketentuan kewajiban dan larangan 
dicantumkan dengan pernyataan aspek hak (right), larangan 
(restriction), dan tanggung jawab (responsibility)47. 
5) Tanda tangan 
Setifikat yang diterbitkan secara elektronik menggunakan tanda 
tangan elektronik dan tidak dapat dipalsukan48. 
6) Bentuk dokumen 
Sertifikat elektronik berbentuk dokuemn elektronik, berisi informasi 
tanah yang padat dan ringkas serta dapat diakes, diunduh melalui 
aplikasi Sentuh Tanahku, dan juga dapat dicetak secara mandiri49. 
 
 
47 Idib, diakses pada tanggal 06 Juni 2021, pukul 15.35 WIB. 
48 Idib, diakses pada tanggal 06 Juni 2021, pukul 15.37 WIB. 
49 Idib, diakses pada tanggal 06 Juni 2021, pukul 15.40 WIB. 
