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Het inwinnen van informatie ten behoeve van opsporingsonderzoeken mag zich in een warme 
belangstelling verheugen van politie, Openbaar Ministerie, zittende magistratuur, advocatuur, 
politiek, journalistiek en zelfs van het “grote” publiek. In de zittingszaal is de wijze waarop 
politie en Openbaar Ministerie de informatie hebben verkregen die ten grondslag ligt aan de 
strafzaak, vaak onderwerp van discussie. De rechter wordt geacht op basis van de resultaten 
van die discussie beslissingen te nemen omtrent de rechtmatigheid van de verkrijging van de 
informatie en de daarop gebaseerde verdenkingen en bewijsmiddelen. 
Het vergaren en verzamelen van informatie waarmee strafbare feiten kunnen worden 
opgelost, is allereerst de taak van de politie. In het kader van de bestrijding van de 
georganiseerde criminaliteit is dit steeds belangrijker geworden.1
Echter, met het ontstaan van samenwerkingsverbanden tussen criminelen, het toenemen van 
het geldelijke gewin voor criminelen bij het plegen van strafbare feiten en de daarmee 
gepaard gaande (o.a. technische) mogelijkheden voor criminelen om zich beter te wapenen 
tegen politie en justitie, is het zicht van de politie op het doen en laten van criminelen sterk 
verminderd. Dit bemoeilijkt de opsporing enorm en is voor de politie aanleiding om bij het 
opsporen van strafbare feiten steeds vaker hulp te vragen bij de burger. Een programma als 
Opsporing Verzocht is bijvoorbeeld niet meer weg te denken van de Nederlandse buis en ook 
wordt meer dan eens via de pers aan de burger om tips gevraagd. De tipgever is aldus een 
onmisbare informatiebron geworden voor politie en justitie bij het bestrijden van met name de 
zware en georganiseerde criminaliteit.2 Burgers voelen zich (gelukkig) steeds meer 
verantwoordelijk voor de veiligheid en zijn vaak best genegen politie en justitie te helpen bij 
het opsporen van strafbare feiten. Er zijn echter situaties denkbaar, waarin zij weliswaar 
kennis dragen van strafbare feiten en hierover informatie aan opsporingsambtenaren zouden 
willen verstrekken, maar niet met naam en toenaam bekend willen worden. Vaak komt dit 
voort uit angst voor represailles en/of ingewikkelde procedures, zoals het moeten optreden als 
getuige in een strafproces. Ook is gebleken dat burgers, met name degenen die zeer dicht in 
de kring van de dader leven, anonimiteit als voldoende waarborg ervaren om toch die 
informatie te verstrekken, waardoor een einde kan worden gemaakt aan door hen als 
onaanvaardbaar ervaren crimineel gedrag. Deze “anonieme” informatie kan op verschillende 
                                                     
1 Corstens 2005, p. 260. 
2 Nieuwenhuis 2007, p. 106. 
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manieren politie en justitie bereiken. Te denken valt bijvoorbeeld aan een anonieme brief die 
wordt afgegeven op een politiebureau, een anoniem telefoontje naar de politie (bijvoorbeeld 
naar Meld Misdaad Anoniem) of een anonieme tip die door een informant wordt verstrekt aan 
de Criminele Inlichtingen Eenheden (CIE). Daarnaast kan informatie politie en justitie 
bereiken via de Algemene Inlichtingen- en Veiligheidsdienst (AIVD). Zonder deze informatie 
zou er veel minder zicht zijn op de handel en wandel van criminelen en zouden veel 
onderzoeken minder succesvol worden afgerond. 
 
Uit de jurisprudentie blijkt dat een anonieme tip op drie manieren van belang kan zijn voor 
het strafprocesrecht. Ten eerste kan het aanleiding vormen tot het instellen van een 
strafrechtelijk onderzoek door de daartoe bevoegde opsporingsinstanties.3 Ten tweede kan de 
informatie feiten en omstandigheden opleveren in de zin van artikel 27 van het Wetboek van 
strafvordering en dus een rechtmatige verdenking.4 Tot slot kan de informatie (zelfs) wettig 
bewijs vormen in de zin van het Wetboek van strafvordering.5
Hoewel ook ik de meerwaarde zie van het gebruik van de anonieme tip met betrekking tot de 
aanpak van de criminaliteit, heb ik tegelijkertijd ook mijn bedenkingen. Is er, met name in het 
geval dat de informatie wordt gebruikt voor het bewijs, geen sprake van schending van de 
belangen van een verdachte ? Omdat de informatie anoniem is en er geen mogelijkheid is tot 
bevraging van de tipgever is, lijkt mij dit namelijk al snel in strijd te kunnen komen met 
artikel 6 van het Europees verdrag tot bescherming van de rechten van de mens: het artikel 
waarin het recht op een eerlijk proces is vastgelegd. 
In deze scriptie sta ik stil bij dit argument en beantwoord de volgende vraag: 
- In hoeverre wordt de anonieme tip  in het Nederlands strafprocesrecht gebruikt en hoe 
verhoudt zich dat met het in artikel 6 EVRM vastgelegde recht op een eerlijk proces ? 
Om een antwoord te vinden op bovenstaande vraag zullen achtereenvolgens de volgende 
onderwerpen aan bod komen. In hoofdstuk 2 schets ik allereerst het juridische kader met 
betrekking tot het gebruik van anonieme tips en kijk welke waarborgen dit biedt voor de 
mogelijkheid van controle door rechter en verdediging. Vervolgens beschrijf ik in de 
hoofdstukken 3 tot en met 5 hoe de anonieme tip via respectievelijk de Criminele Inlichtingen 
Eenheden (CIE), Meld Misdaad Anoniem (MMA) en de Algemene Inlichtingen- en 
                                                     
3 Zie o.a. HR 13 juni 2006, NJ 2006, 346. 
4 Zie o.a. HR 1 maart 1983, NJ 1983, 550 en HR 14 september 1992, NJ 1993, 83. 
5 HR 5 september 2006, LJN AV4122. 
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Veiligheidsdienst (AIVD) in het strafproces terecht kan komen. Middels jurisprudentie geef ik 
daarbij aan op welke manier de aldus binnengekomen anonieme tip mag worden gebruikt in 
het Nederlandse strafprocesrecht. In hoofdstuk 6 zet ik de Straatsburgse visie op dit onderwerp 
uiteen en toets ik de Nederlandse wetgeving en rechtspraak hieraan. In hoofdstuk 7 geef ik 

























In dit hoofdstuk beschrijf ik de totstandkoming van de huidige regelgeving met betrekking tot 
het gebruik van anonieme tips. Hoewel het inwinnen van informatie ten behoeve van de 
opsporing van alle tijden is, waren er in het verleden geen “spelregels” waaraan men 
gebonden was.6 Dit veranderde na een crisis rondom de opheffing van het IRT (Interregionaal 
rechercheteam) Noord-Holland/Utrecht. Na de parlementaire enquêtecommissie die volgde op 
deze crisis kwamen er nieuwe en strenge regels die in dit hoofdstuk op een rijtje worden 
gezet. Dit juridische kader heb ik geschetst zodat voor de lezer duidelijk is dat politie en 
justitie in de huidige tijd wel degelijk gebonden zijn aan bepaalde regelgeving indien zij 
gebruik maken van anonieme tips. Mede aan de hand hiervan wil ik uiteindelijk de vraag 
beantwoorden of er voldoende waarborgen zijn om te kunnen spreken van een eerlijk proces 
zoals aangegeven in artikel 6 EVRM. 
2.2 Een korte historische terugblik 
2.2.1 Het verre verleden 
Reeds in het verre verleden lieten de Egyptische, Griekse en Romeinse overheden in hun ogen 
betrouwbare ambtenaren en burgers voor hen nuttige informatie verzamelen.7 Meestal was er 
sprake van politieke doeleinden, maar ook toen werden al dan niet vermeende criminelen 
opgespoord door informatie over hen te verwerven. Er werd daarbij volop gebruik gemaakt 
van open dan wel anderszins voor de overheid beschikbare bronnen (zoals belastinggegevens, 
gegevens van volkstellingen, tempeladministraties en “roddel en achterklap”), particuliere 
“opsporing” en burgerinformanten. 
2.2.2 Het recentere verleden 
In de negentiende en twintigste eeuw werd er steeds meer onderscheid gemaakt tussen de 
taken en werkzaamheden van de (politieke) veiligheidsdiensten en de politie. Dat gebeurde 
ook in Nederland. Tot het einde van de jaren zestig van de vorige eeuw waren aard en 
omvang van de criminaliteit in Nederland relatief beperkt en redelijk overzichtelijk en 
beheersbaar. Vanaf die periode verloren politie en justitie steeds meer de greep op de 
zwaardere vormen van criminaliteit. Criminaliteit veranderde in een snel tempo: er ontstonden 
samenwerkingsverbanden tussen criminelen (vaak met een internationaal karakter), 
                                                     
6 Buruma 2001, p. 2. 
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criminelen werden steeds mobieler en hun technische mogelijkheden werden steeds ruimer. 
Tevens werden de klassieke vormen van zware criminaliteit, zoals diefstal en moord en 
doodslag, verdrongen door drugshandel, mensensmokkel en –handel en fraude. Deze omslag 
leverde de criminelen bovendien veel meer geld op, waardoor zij zich konden “inkopen” in de 
bovenwereld8 en zich beter konden wapenen, bijvoorbeeld door het ontwikkelen van 
contrastrategieën tegen politie en justitie. Zo werd het steeds moeilijker voor deze instanties 
om bij de criminele “kopstukken” te komen. Dit werd nog eens versterkt door de grote afstand 
tussen hun leidende positie en de gepleegde strafbare feiten, deze werden namelijk veelal door 
ondergeschikten uitgevoerd.9 De politie had geen zicht meer op het doen en laten van 
dergelijke criminelen en dit bemoeilijkte de opsporing enorm. 
2.2.3 Bijzondere opsporingsmethoden 
In de loop van de jaren tachtig ontstond door de hierboven omschreven ontwikkeling een 
toenemende behoefte tot het verder ontwikkelen van politiemethoden. De toenemende 
geweldscriminaliteit, de toenemende kennis van het bestaan van criminele organisaties en de 
toenemende internationalisering (van zowel de onderwereld als van de samenwerkende politie 
en justitie) maakten dat de roep om bijzondere opsporingsmethoden steeds groter werd.10 Het 
interregionaal rechercheteam Noord-Holland/Utrecht welke in oktober 1989 operationeel 
werd, maakte gebruik van dit “klimaat” en gebruikte daadwerkelijk nieuwe “bijzondere” 
opsporingsmethoden. Zo kwamen onder regie van politie en justitie bijvoorbeeld tonnen drugs 
Nederland binnen. Een verschil van inzicht over ingezette opsporingsmethoden leidde op 7 
december 1993 tot de opheffing van dit IRT en de verhitte gemoederen zorgden ervoor dat de 
zaak zelfs de Tweede Kamer bereikte.11 Aan het einde van het kamerdebat van 7 april 1994 
over de opheffing van het IRT Noord-Holland/Utrecht nam de Kamer de motie Dijkstal c.s. 
aan.12 Deze motie bracht de wens tot uitdrukking om een parlementair onderzoek in te stellen 
naar de opsporingsmethoden die in Nederland gebruikt werden en de controle erop. 
 
 
                                                                                                                                                                      
7 Buruma 2001, p. 98. 
8 Zie Van Duijne, Kouwenberg & Romeijn 1990, p. 17. 
9 Van Duyne, Kouwenberg & Romeijn 1990, p. 142. 
10 Buruma 2001, p. 2. 
11 Buruma 2001, p. 3. 
12 Kamerstukken II 1994/95, 23 593, nr. 9. 
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2.2.4 Parlementaire Enquêtecommissie 
Het onderzoek door de Parlementaire Enquêtecommissie (PEC) naar toepassing van niet in de 
wet geregeld opsporingsmethoden, gehouden van 6 december 1994 tot 1 februari 1996,13 
bracht onomstotelijk aan het licht dat er van alles mis was gegaan bij de bestrijding van de 
georganiseerde criminaliteit. Volgens de PEC was er sprake van een drievoudige crisis in de 
opsporing.14 Er was sprake van een normeringscrisis, een organisatiecrisis en een 
gezagscrisis.15 Al deze crises deden zich ook op enigerlei wijze voor bij de informatie-
inwinning ten behoeve van de opsporing. 
Nog tijdens de enquête (in 1995) kwam er een nieuwe regeling voor de Criminele Inlichtingen 
Dienst (de voorloper van de Criminele Inlichtingen Eenheden).16 Het was echter volstrekt 
duidelijk dat er snel meer nieuwere en strengere regels zouden volgen. In 2000 kwam er de 
Wet bijzondere opsporingsbevoegdheden,17 waarbij een aantal daarvoor niet in de wet 
opgenomen opsporingsmethoden werden geregeld. Verder kwamen daar nog de wijzigingen 
in de Wet op de politieregisters en het daarbij behorende Besluit bij18 en op 1 november 2000 
trad de Regeling criminele inlichtingen eenheden (CIE-regeling) in werking.19 Deze laatste 
regeling verving de CID-regeling van 1995. Het totale pakket aan nieuwe regels moest 
voldoende waarborgen geven op een correcte, controleerbare en maatschappelijk 
aanvaardbare wijze van criminele informatie-inwinning. 
2.3 Regelgeving 
2.3.1 Juridisch kader 
De Parlementaire Enquêtecommissie concludeerde dat de problemen rond de 
informatievergaring door politie en Openbaar Ministerie vooral werden veroorzaakt door een 
crisis met betrekking tot de normering.20 Daaraan is de laatste jaren veel veranderd. Er zijn 
wettelijke bepalingen gekomen en daarop gebaseerde algemene maatregelen van bestuur en 
instructies, om de informatie-inwinning door politie en Openbaar Ministerie van een duidelijk 
                                                     
13 Parlementaire Enquêtecommissie Opsporingsmethoden: Inzake opsporing 1996. De PEC wordt in het 
dagelijks spraakgebruik vaak “De commissie Van Traa” genoemd, naar haar (inmiddels overleden) voorzitter. 
14 PEC Inzake opsporing 1996, p. 419-421. 
15 Zie ook Buruma 2000, p.549. 
16 Besluit van Ministers van Justitie, van Binnenlandse Zaken en van Defensie van 31 maart 1995, Stcrt. 1995, 
74. 
17 Wet BOB, in werking getreden op 1 februari 2000, Stb. 1999, 245. 
18 Wet bijzondere politieregisters, in werking getreden op 1 februari 2000, Stb. 1999, 244. 
19 Regeling criminele inlichtingeneenheden van 1 november 2000, Stb. 2000, 198. 
20 PEC Inzake Opsporing 1996, p. 419. 
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kader te voorzien. Met een uiteenzetting van dit juridische kader maak ik duidelijk wat de 
“spelregels” van tegenwoordig zijn. 
Het juridische kader van informatie-inwinning ten behoeve van de opsporing wordt gevormd 
door: 
• de Wet bescherming persoonsgegevens 
• de Politiewet 
• de Wet politieregisters en het Besluit politieregisters (per 1 januari 2008 vervangen 
door de Wet politiegegevens en het bijbehorende Besluit politiegegevens) 
• de Regeling CIE 
• de instructie voor de CIE-officier van justitie 
• de instructie CIE-registercontrole 
• de Regeling bijzondere opsporingsgelden 
• informatieverstrekking aan en door de AIVD 
• de Regeling met betrekking tot Meld Misdaad Anoniem 
• het Wetboek van Strafvordering, met name de Wet BOB 
Zoals te zien zijn naast een aantal wetten ook een aantal (Ministeriële) regelingen en 
instructies van toepassing. De onderlinge verhouding is dat wetten in formele zin (met andere 
woorden besluiten genomen door regering en Staten-Generaal gezamenlijk) voorrang hebben 
boven besluiten van de regering alleen. Binnen die laatstgenoemde groep hebben algemene 
maatregelen van bestuur weer voorrang boven ministeriële regelingen.21 Een ministeriële 
regeling komt tot stand na een delegatie van de wet aan een minister. De wetgeving bevat tal 
van bepalingen die ministers opdragen of bevoegd verklaren om op bepaalde punten nadere 
regels vast te stellen.22
Een Instructie is een schriftelijke mededeling met interne normatieve regels, afkomstig van 
het College van procureurs-generaal, die wordt gericht aan de hoofden van de parketten van 
                                                     
21 Boon, Brouwer & Schilder 1999, p. 15. 
22 Boon, Brouwer & Schilder 1999, p. 113. 
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de officier van justitie. Een instructie kan o.a. worden gebruikt voor het stellen van 
administratieve regels, gedragsregels en procedurele regels. In tegenstelling tot 
“aanwijzingen” en “richtlijnen” van het College van procureurs-generaal heeft een instructie 
uitdrukkelijk niet de status van een publiekrechtelijke rechtshandeling van algemene aard met 
dwingende, normatieve regels. M.a.w.: een instructie heeft geen externe werking. 
De bovenstaande opsomming van het juridische kader is overigens niet toevallig gekozen. Het 
algemene juridische kader met betrekking tot de bescherming van privacy wordt gevormd 
door de Wet bescherming persoonsgegevens (WBP),23 die overigens een uitwerking is van 
artikel 10 van de Grondwet. Volgens dit artikel heeft iedereen recht op de eerbiediging van 
zijn persoonlijke levenssfeer.24 De wetten en regelingen die na de Wet bescherming 
persoonsgegevens worden genoemd, zijn uitzonderingen op en verbijzonderingen van het 
algemene juridische kader. Tenslotte is informatie-inwinning als bijzondere 
opsporingsbevoegdheid geregeld in het Wetboek van Strafrecht.  
2.3.2 Wet bescherming persoonsgegevens (WBP) 
De Wet bescherming persoonsgegevens vormt de basis voor alle wijzen van informatieopslag, 
-verstrekking en –inwinning. Hierbij is het uitgangspunt dat de persoonlijke levenssfeer van 
geregistreerden in beginsel moet worden beschermd; uitzonderingen zijn uitzonderlijke 
gevallen of omstandigheden. De wet geeft hiervoor een algemeen kader, dat door veel 
bijzondere wetgeving nader wordt ingevuld. Dit geldt met name voor de opsporingspraktijk. 
Toepassing van de WBP op de opsporingstaak van de politie zou nadelige, ongewenste en 
onbedoelde gevolgen kunnen hebben. In artikel 2 lid 2 onder c WBP is dan ook bepaald dat 
deze wet niet van toepassing is op de verwerking van persoonsgegevens ten behoeve van de 
uitvoering van de politietaak, zoals omschreven in artikel 2 van de Politiewet 1993 (zie 
hieronder). 
2.3.3 Politiewet 1993 
In de Politiewet 1993 (PW) zijn met name de artikelen 2 en 13 van belang. Artikel 2 beschrijft 
de algemene taken van de politie: De politie heeft tot taak in ondergeschiktheid aan het 
bevoegde gezag en in overeenstemming met de geldende rechtsregels te zorgen voor de 
                                                     
23 Stb. 2000, 302. 
24 Overigens is deze bepaling weer gebaseerd op artikel 8 van het Europees Verdrag tot bescherming van de 
rechten van de mens. 
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daadwerkelijke handhaving van de rechtsorde en het verlenen van hulp aan hen die deze 
behoeven. 
Artikel 13 benoemt de officier van justitie tot het bevoegde gezag over de strafrechtelijke 
handhaving van de rechtsorde en andere taken die de politie ten behoeve van justitie verricht. 
De officier van justitie kan politieambtenaren aanwijzingen geven voor het vervullen van deze 
taken. Onder strafrechtelijke handhaving wordt verstaan de daadwerkelijke voorkoming, 
opsporing, beëindiging, vervolging en berechting van strafbare feiten, en de uitvoering van de 
beslissingen van de rechter en het Openbaar Ministerie. Daardoor biedt artikel 2 PW 
voldoende basis voor een aantal manieren van informatievergaring. Er mag echter geen sprake 
zijn van een meer dan beperkte inbreuk op de privacy van personen.25
Volgens de jurisprudentie26 biedt artikel 2 PW eveneens voldoende wettelijke basis voor het 
runnen van informanten.27 Deze wijze van het verkrijgen van informatie brengt immers 
slechts een beperkte inbreuk teweeg op de persoonlijke levenssfeer. Er mag echter geen 
sprake zijn van het stelselmatig inwinnen van informatie in de zin van artikel 126v Wetboek 
van Strafvordering.28
2.3.4 Wet en Besluit politieregisters (inmiddels Wet en Besluit politiegegevens) 
Voor de inwerkingtreding van de Wet politiegegevens (zie hierna) waren in de Wet 
politieregisters (WPolr)29 en het daarop gebaseerde Besluit politieregisters (BPolr)30 de 
belangrijkste regels opgenomen met betrekking tot de wijze waarop de politie moet omgaan 
met verkregen informatie. Enerzijds is het oogmerk van deze wetgeving(en) de bescherming 
van de belangen van burgers, anderzijds is het vanuit het oogpunt van een adequate opsporing 
van groot belang dat de door politie vergaarde gegevens slechts zeer beperkt toegankelijk zijn. 
Er is sprake van een gesloten verstrekkingenregime: alleen diegenen die uitdrukkelijk daartoe 
in genoemde regels zijn aangewezen, kunnen informatie uit politieregisters verkrijgen. 
De verwerking van gegevens door de politie gebeurde in “politieregisters”.31 Artikel 1 lid 1 
onder c WPolr. omschreef het begrip “politieregister” als volgt: een samenhangende 
                                                     
25 O.a. HR 14 januari 1997, NJ 1997, 371. 
26 O.a. HR 19 december 1995, NJ 1996, 249. 
27 Voor het begrip informant zie hierna hoofdstuk 3 over de CIE (onder 3.4). 
28 Rb Utrecht 18 april 2001, LJN AB1151. 
29 Wet van 21 juni 1990, Stb. 1990, 414, laatstelijk gewijzigd bij wet van 20 juni 2002, Stb. 2002, 347. 
30 Koninklijk Besluit van 14 februari 1991, Stb. 1991, 56, laatstelijk gewijzigd bij Koninklijk Besluit van 23 april 
2003, Stb. 2003, 196. 
31 Met de komst van de nieuwe Wet politiegegevens is het registerbegrip komen te vervallen (zie hierna). 
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verzameling van op verschillende personen betrekking hebbende persoonsgegevens, die langs 
geautomatiseerde weg wordt gevoerd of met het oog op een doeltreffende raadpleging van die 
gegevens is aangelegd en die is aangelegd ten dienste van de uitvoering van de politietaak. 
Voor elk politieregister moest door de beheerder een reglement worden opgesteld.32 Daarin 
moest worden vermeld: de doelstelling van het register, welke gegevens werden opgeslagen 
en aan wie die gegevens mochten worden verstrekt. Verstrekken betekent het bekendmaken of 
ter beschikking stellen van persoonsgegevens, voorzover zulks geheel of grotendeels steunt 
op gegevens die in het betreffende politieregister zijn opgenomen, of die door verwerking 
daarvan, al dan niet in verband met andere gegevens, zijn verkregen.33  
Inmiddels is de inwerkingtreding van een vervangende Wet en een vervangend Besluit 
gepubliceerd in het Staatsblad.34 Op 1 januari 2008 is de bovengenoemde Wet politieregisters 
en het Besluit politieregisters namelijk vervangen door de Wet politiegegevens35 en het 
daarbij behorende Besluit politiegegevens. Politiegegevens zijn gegevens over natuurlijke 
personen die in het kader van de uitoefening van de politietaak, als bedoeld in de artikelen 2 
en 6, eerste lid, van de Politiewet 1993, worden verwerkt.36  
De opzet van de nieuwe wet is om, met eerbiediging van de beginselen die de bescherming 
van de persoonlijke levenssfeer ten doel hebben, meer ruimte te bieden voor het verwerken 
van gegevens ten behoeve van een optimale uitvoering van de politietaak. De Wet 
politiegegevens houdt een nieuw evenwicht in tussen de bescherming van de privacy van de 
burger enerzijds en het belang van de rechtshandhaving anderzijds. Aan de ene kant is in deze 
wet gekozen voor verruiming van de wettelijke mogelijkheden tot opslag, gebruik en 
verstrekking van persoonsgegevens door de politie. Aan de andere kant voorziet deze wet in 
de nodige waarborgen voor de burger tegen ongerechtvaardigde inbreuken op zijn 
persoonlijke levenssfeer.37  
De Wet politiegegevens is opgesteld aan de hand van de volgende uitgangspunten:38
                                                     
32 Artt. 9 t/m 13d WPolr. 
33 Artikel 1 lid 1 onder h WPolr. 
34 Stb. 2007, 549 en 550. 
35 Stb. 2007, 300. 
36 Kamerstukken II 2005/06, 30 327, nr. 2. p 1. 
37 Kamerstukken II 2005/06, 30 327, nr. 3, p. 1 (MvT). 
38 Kamerstukken II 2005/06, 30 327, nr. 3, p. 3 (MvT). 
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- aan de politie wordt voldoende armslag geboden voor een efficiënte en effectieve 
verwerking van persoonsgegevens; 
- politiegegevens worden slechts verwerkt voor zover dit noodzakelijk is voor een 
goede uitvoering van de politietaak; 
- de te verwerken gegevens zijn rechtmatig verkregen en accuraat; 
- de gegevens worden gecorrigeerd of vernietigd, zodra blijkt dat zij niet juist zijn; 
- politiegegevens worden slechts verwerkt voor welomschreven en gerechtvaardigde 
doelen en voor zover de verwerking van gegevens evenredig is aan het betreffende 
doel; 
- er wordt meer bescherming tegen inbreuken op de privacy geboden naarmate de 
gegevensverwerking gerichter is; 
- de toegang tot politiegegevens wordt beperkt door middel van autorisaties; 
- politiegegevens die voor onderscheiden doelen worden verwerkt, kunnen onder 
voorwaarden met elkaar in verband worden gebracht en met elkaar worden 
gecombineerd; 
- door de politie kunnen gegevens aan anderen dan de politie en de Koninklijke 
Marechaussee worden verstrekt als de wet dit uitdrukkelijk toestaat of indien een 
zwaarwegend algemeen belang daartoe noodzaakt. 
In vergelijking met de Wet politieregisters is in de Wet politiegegevens het registerbegrip en 
de verplichting om per register een reglement vast te stellen, komen te vervallen. In plaats 
daarvan worden op voorhand doelen omschreven, waarvoor binnen de politie gegevens 
mogen worden verwerkt. 
De Wet politiegegevens voorziet ten aanzien van een aantal onderwerpen in nadere regeling 
bij of krachtens algemene maatregel van bestuur. Het Besluit politiegegevens voorziet hierin. 
In dit besluit worden ten aanzien van een aantal onderwerpen de bij de Wet politiegegevens 
gestelde regels nader uitgewerkt. Dit betreft onderwerpen als de verplichting van de 
verantwoordelijke tot het onderhouden van een systeem van autorisaties, de aanwijzing van 
functionarissen die worden belast met het verlenen van instemming voor de verdere 
verwerking van politiegegevens voor andere doelen binnen de politietaak, de verstrekking van 
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politiegegevens aan derden, de verstrekking van politiegegevens aan het buitenland en de 
controle op de naleving van de wettelijke regels door middel van audits. 
 
2.3.5 De Regeling CIE 
In de Regeling CIE39 worden de taken en werkzaamheden van de CIE expliciet beschreven. 
De Regeling is aangepast aan de aanbevelingen van de Parlementaire Enquêtecommissie en 
de wijzigingen van onder andere het Wetboek van Strafvordering (de Wet BOB) en de Wet 
Politieregisters (thans de Wet politiegegevens). 
De algemene taakstelling voor de CIE is te vinden in artikel 2 van de Regeling CIE. De CIE is 
belast met de informatievoorziening in het kader van de uitvoering van de politietaak 
voorzover het een aantal nader beschreven misdrijven betreft. 
Er is een duidelijke relatie tussen de Regeling CIE en de Wet politiegegevens (zoals dit 
voorheen ook was met de oude Wet politieregisters). Zo werden en worden in de Wet 
politieregisters en de Wet politiegegevens die misdrijven genoemd waarover in 
bovengenoemd artikel 2 van de Regeling CIE over wordt gesproken. De Wet politieregisters 
gaf verder een nauwkeurige en strikte regeling voor de registers die door de CIE worden 
gebruikt, te weten het register zware criminaliteit en de voorlopige register.40 Hierin was 
nauwkeurig bepaald wat wel en niet in die registers mag worden opgenomen. Ook het 
criminaliteitsterrein waarop de CIE zich dient te richten, was en is in de Wet politieregisters 
en de Wet Politiegegevens concreter bepaald. 
In artikel 4 van de Regeling CIE worden de belangrijkste werkzaamheden van een CIE 
genoemd. De hoofdtaak betreft het analyseren, verzamelen en verifiëren van criminele 
inlichtingen. Daarnaast is in artikel 4 de plicht tot registratie in de verschillende registers 
vastgelegd. Uit de Regeling kan worden afgeleid dat criminele inlichtingendiensten aard, 
kwaliteit en betrouwbaarheid van gevoelige opsporingsinformatie mede met het oog op de 
verwerking daarvan kritisch moeten benaderen. 
 
                                                     
39 Regeling van de Ministers van Justitie, BZK en Defensie van 5 oktober 2000, Stcrt. 2000, 198, gewijzigd bij 
Regeling van 30 juni 2003, Stcrt. 2003, 124. 
40 Zie hierna onder 3.3. 
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2.3.6 De Instructie voor de CIE-officier van justitie 
Al tijdens het onderzoek van de Parlementaire Enquêtecommissie achtte het College van 
procureurs-generaal het noodzakelijk dat er regels kwamen voor de CIE-officier van justitie. 
Met name dienden taken en bevoegdheden te worden beschreven. Deze regels zijn 
opgenomen in een Instructie.41 De meest recente versie (in werking getreden op 1 februari 
2006) beperkt zich tot de gezagsuitoefening van de CIE-officier van justitie over de CIE. 
 
2.3.7 De Instructie CIE-registercontrole 
In de Instructie CIE-officier van justitie wordt bepaald dat de CIE-officier van justitie het 
informantenregister, het register zware criminaliteit en het voorlopige register dient te 
controleren overeenkomstig de voorschriften in de Instructie CIE-registercontrole.42 In deze 
instructie is beschreven hoe en wanneer de CIE-officier van justitie zijn controletaken moet 
uitoefenen. Het informantenregister bevat gespreksverslagen waarin de door informanten 
aangereikte informatie is vastgelegd. Deze gespreksverslagen worden in de praktijk ook wel 
“brutoverslagen” genoemd en ze bevatten een nauwkeurig en uitvoerig (zakelijk) verslag van 
de ontmoeting (inclusief tijd en plaats) van de runners met de informant. Brutoverslagen 
worden in de praktijk gebruikt voor het bewaken, beheren en controleren van het 
inwinningsproces met betrekking tot informanteninformatie. Het deel van de informatie dat 
wordt opgenomen in het register zware criminaliteit, wordt het “nettogespreksverslag” 
genoemd. Deze nettoverslagen worden uiteindelijk gebruikt in het operationele proces. 
 
2.3.8 Regeling bijzondere opsporingsgelden 
 
De Regeling bijzondere opsporingsgelden43 is voor wat betreft de informatievergaring van 
belang in verband met de daarin opgenomen regels inzake het toekennen en beschikbaar 
stellen van gelden ten behoeve van de financiële beloning van informanten, de zogenaamde 
“tipgelden”. Volgens de Regeling wordt tipgeld in beginsel slechts uitgekeerd als de door de 
informant verstrekte inlichtingen hebben geleid tot de opheldering van een strafbaar feit. 
                                                     
41 Zie onder 2.3.1 voor het begrip instructie. 
42 Instructie van het College van procureurs-generaal van 12 december 2005, in werking getreden op 1 februari 
2006. 
43 Nieuwste versie: 1 februari 2006, in werking getreden op 2 april 2006. 
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2.3.9 Informatieverstrekking aan en door AIVD 
 
De Wet op de inlichtingen- en veiligheidsdiensten 2002 (Wiv 2002)44 regelt de taken en de 
bevoegdheden van en het toezicht op de AIVD. Ook de informatievergaring en –uitwisseling 
worden in deze wet geregeld, met name in de artikelen 61 jo. art.17, eerste lid, van de Wet 
politiegegevens. Informatieverstrekking ten behoeve van de opsporing gebeurt in alle gevallen 
via de landelijke AIVD-officier van justitie. Deze verstrekking zal plaatsvinden door middel 
van een ambtsbericht van de AIVD. 
 
2.3.10 Regeling met betrekking tot Meld Misdaad Anoniem (MMA) 
 
De juridische en feitelijke basis van Meld Misdaad Anoniem wordt gevormd door een 
akkoord tussen de Ministers van Justitie en BZK enerzijds, en de Stichting Meld Misdaad 
Anoniem anderzijds in een Instructie van het College van procureurs-generaal.45 Het doel van 
de meldlijn is het verkrijgen van informatie over daders van gepleegde misdrijven die anders 
niet zou zijn verkregen. 
 
2.3.11 Het wetboek van Strafvordering 
 
In het Wetboek van Strafvordering is een aantal regels opgenomen met betrekking tot 
informatievergaring ten behoeve van de opsporing. Dit zijn onder meer de artikelen die de 
bijzondere opsporingsbevoegdheden van politie en het Openbaar Ministerie betreffen. Het 
gaat daarbij om de bevoegdheden die een meer dan geringe inbreuk op de privacy van 
personen maken. Voorbeelden zijn het doorzoeken van woningen, stelselmatige observatie, 
het aftappen van telecommunicatie, het inzetten van infiltranten etc. Verder moet de rechter 
op basis van de artikelen 348, 350 en 359a van het Wetboek van Strafvordering toetsen of de 
inzet van de opsporingsbevoegdheden op de juiste wijze is geschied. Bij een negatief oordeel 
kunnen niet-ontvankelijk verklaren van het Openbaar Ministerie, uitsluiting van het bewijs of 
strafvermindering een gevolg zijn. Deze artikelen spelen ook een rol als informatie door 
politie en Openbaar Ministerie in het strafrechtelijk onderzoek is verkregen op een andere 
wijze dan door toepassing van de in het Wetboek van Strafvordering geregelde 
                                                     
44 In werking getreden op 29 mei 2002. 
45 Instructie van College van procureurs-generaal van 10 april 2006, in werking getreden op 1 mei 2006. 
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opsporingsbevoegdheden. Fouten die daarbij zijn gemaakt, kunnen leiden tot dezelfde 
gevolgen als het op onjuiste wijze inzetten van genoemde opsporingsbevoegdheden. 
 
 
2.4 Doelen van de regelgeving 
 
Alle hierboven genoemde wettelijke bepalingen en uitvoeringsregelingen hebben tot doel het 
zo transparant en controleerbaar mogelijk maken van het inwinnen van informatie door politie 
en Openbaar Ministerie. Het moet duidelijk zijn waar informatie vandaan komt en wat politie 
en Openbaar Ministerie ermee hebben gedaan. Transparantie wordt verkregen door de 
vastlegging in processen-verbaal van informatie die voor de opsporing relevant is. Op basis 
daarvan kunnen Openbaar Ministerie, zittende magistratuur en advocatuur controle uitoefenen 
op de vergaarde informatie hetgeen onontbeerlijk is voor een eerlijk proces. 
 
2.5  Startinformatie, sturingsinformatie en bewijs 
Met betrekking tot de door de politie en OM verkregen informatie moet onderscheid worden 
gemaakt tussen startinformatie, sturingsinformatie en bewijs. 
Startinformatie is de informatie die ten grondslag ligt aan de start van een 
opsporingsonderzoek, met andere woorden: de informatie die de aanleiding is van dat 
onderzoek. Het gaat meestal om informatie die leidt tot een redelijk vermoeden van schuld 
jegens een verdachte van een gepleegd of een te plegen strafbaar feit. De rechter zal de wijze 
waarop dergelijke informatie is verkregen slechts marginaal willen toetsen, tenzij de 
verdediging aannemelijk maakt dat politie en OM onrechtmatig hebben gehandeld bij het 
verkrijgen van die informatie. Hierover bestaat veel jurisprudentie.46
Sturingsinformatie is informatie die wordt gebruikt om sturing te geven aan een reeds lopend 
opsporingsonderzoek. Sturingsinformatie mag uitsluitend via een proces-verbaal aan derden 
worden verstrekt en is daardoor altijd toetsbaar. 
Als informatie in een strafzaak wordt gebruikt als bewijsmiddel zoals bedoeld in artikel 339 
e.v. Wetboek van strafvordering, moet door de rechter en de verdediging volledige toetsing 
                                                     
46 Zie o.a. HR 14 september 1992, NJ 1993, 83; HR 28 maart 1995, DD 95, 273; HR 19 december 1995, NJ 
1996, 249; HR 16 november 1999, NJ 2000, 214. 
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kunnen plaatsvinden met betrekking tot de rechtmatige verkrijging en de betrouwbaarheid.47 
Omdat CIE-informatie per definitie niet volledig toetsbaar is in de strafzaak, kan deze 
informatie in beginsel niet worden gebruikt als bewijs. Hetzelfde geldt voor informatie van 
Meld Misdaad Anoniem.48 Tot voor kort gold dit ook voor de informatie van de AIVD maar 
na een uitspraak van de Hoge Raad in 2006 is dit voor informatie vanuit de AIVD anders 
komen te liggen.49
 
2.6 De verbaliseerplicht 
Artikel 152 van het Wetboek van Strafvordering verplicht de in art. 141 en 142 Sv genoemde 
opsporingsambtenaren tot het opmaken van een proces-verbaal van hun werkzaamheden in 
het kader van de opsporing (voor de officier van justitie is deze verplichting ook opgenomen 
in artikel 148 lid 3 Sv). Volgens de Hoge Raad50 brengt redelijke uitleg van deze bepaling 
mee dat het opsporingsambtenaren slechts dan vrijstaat het opmaken van een proces-verbaal 
van opsporingshandelingen achterwege te laten indien hetgeen door hem is verricht of 
bevonden naar hun – aan toetsing door de officier van justitie onderworpen – oordeel 
redelijkerwijs niet van belang kan zijn voor enige door de rechter in het eindonderzoek te 
nemen beslissing. Schalken noemt dit arrest qua motivering indrukwekkend en hij geeft aan 
dat de Hoge Raad in dit arrest voor het eerst positie heeft gekozen in het debat over bijzondere 
opsporingsmethoden in het destijds (en volgens ondergetekende thans nog steeds) meest 
omstreden stadium van onze strafvordering: de pro-actieve fase (waarmee de fase 
voorafgaand aan de verdenking wordt bedoeld). De Hoge Raad formuleert in dit arrest: de 
voortschrijdende ontwikkeling van het fundamentele recht op bescherming van de 
persoonlijke levenssfeer en de toenemende technische verfijning en intensivering van 
onderzoeksmethoden en – technieken verlangen een meer precieze legitimatie in de wet (r.o. 
6.4.4). De Zwolsman-zaak werd beheerst door de vraag tot hoever in het onderzoek de 
rechterlijke controle reikt en in hoeverre de verdediging daarop invloed kan uitoefenen. 
Cruciaal was het ontbreken van een proces-verbaal waarin de gebruikte onderzoeksmethoden 
waren gerelateerd (artikel 152 Sv, zie hierboven). De Hoge Raad is hier van oordeel dat een 
                                                     
47 De eis van voldoende toetsbaarheid volgt uit het recht op een eerlijk proces, dat is vastgelegd in artikel 6 
EVRM. 
48 Zie hierna in Hoofdstuk 4. 
49 Zie hierna in Hoofdstuk 5. 
50 HR 19 december 1995, NJ 1996, 249, m.nt. Schalken. 
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dergelijk gebrek ook wat betreft de pro-actieve fase, zeker nu het doel van de 
opsporingsambtenaren niet was de rechter in zijn controlerende taak te beletten, ter zitting kan 
worden gecompenseerd doordat alsnog een verslag, een samenvattend relaas op basis van de 
mutaties in de dagrapporten, wordt opgemaakt en daar als processtuk wordt overlegd. Voor 
het opmaken van een proces-verbaal legt de Hoge Raad volgens Schalken het juiste criterium 
aan: het moet gaan om gegevens die redelijkerwijs, in overleg met de officier van justitie 
(artikel 13 Polw), van belang kunnen zijn voor enige door de rechter in het eindonderzoek te 
nemen beslissing (waartoe, zo kan daaraan worden toegevoegd naar de mening van Schalken, 
ook het ontlastend materiaal moet worden gerekend). Uit dit arrest kan worden afgeleid dat 
het opsporingsbelang op zichzelf onvoldoende grond vormt om het opmaken van een proces-
verbaal achterwege te laten. Aan dat belang kan immers door de wijze van verslaglegging 
tegemoet worden gekomen. Door de uitspraken van de Hoge Raad is dit arrest in mijn ogen 
nog altijd van grote betekenis. Het bevat een aantal belangrijke spelregels met betrekking tot 




Met bovengenoemde regelgeving en jurisprudentie is in vergelijking met vroeger veel 
gewonnen en is het mogelijk gemaakt om ingewonnen informatie te laten toetsen door zowel 
het Openbaar Ministerie zelf, als ook door de zittende magistratuur en de advocatuur hetgeen 
een eerlijk proces zeker ten goede komt. Een volledige toetsing is echter niet te realiseren, dit 
is inherent aan het feit dat er gewerkt wordt met anonieme tips. Door direct te stellen dat door 
het ontbreken van de mogelijkheid van een volledige toetsing er sprake is van schending van 
het recht op een eerlijk proces is echter te kort door de bocht. Daarbij speelt namelijk ook mee 
op welke manier de tip wordt gebruikt. Wordt het meegenomen als bewijs of wordt “slechts” 
met behulp van de tip een opsporingsonderzoek gestart ? Verder zal meespelen of het niet 
volledig kunnen toetsen wellicht op enigerlei wijze kan worden gecompenseerd. Verderop in 
deze scriptie zal ik deze aspecten nader aan de orde brengen zodat een “totaalplaatje” ontstaat. 
Aan de hand hiervan zal ik vervolgens concluderen of met het gebruik van de anonieme tip er 





3. De Criminele Inlichtingen Eenheden (CIE) 
3.1 Inleiding 
Een anonieme tip wordt dikwijls in het strafprocesrecht gebracht via de CIE. In dit hoofdstuk 
wordt de praktijk van de CIE besproken. Ik schets de organisatie en werkwijze van de CIE 
zodat duidelijk wordt op welke wijze de informatie via deze weg binnenkomt, op welke 
manier ze wordt gewogen en hoe ze vervolgens wordt uitgegeven ten behoeve van het 
opsporingsonderzoek. Dit zijn aspecten die invloed kunnen hebben op het vraagstuk met 
betrekking tot het recht op een eerlijk proces. Verder komt aan de orde op welke manier deze 
informatie vervolgens wordt gebruikt. Dient het louter als startinformatie of wordt het ook 
gebruikt voor het bewijs ? Zoals in hoofdstuk 2 aangegeven is ook dit een belangrijk punt met 
betrekking tot de vraag of het gebruik maken van anonieme tips in strijd is (of kan komen) 
met het recht op een eerlijk proces. Aan het eind van dit hoofdstuk maak ik de balans op met 
betrekking tot de anonieme tip die via de CIE het strafprocesrecht binnenkomt. 
3.2 Organisatie CIE 
Er is een landelijke criminele inlichtingen eenheid (NCIE), ondergebracht bij de Dienst NRI 
(Nationale Recherche Informatie) van het Korps Landelijke Politiediensten (KLPD).51 Deze 
heeft een coördinerende maar geen executieve taak. Daarnaast beschikt ieder regionaal 
politiekorps evenals het KLPD (daaronder begrepen de Nationale Recherche) over een eigen 
criminele inlichtingen eenheid (CIE).52 Ook de Koninklijke Marechaussee en de 
Rijksrecherche zijn bevoegd een CIE te houden. De regeling CIE heeft daarnaast de wettelijke 
mogelijkheid geopend om ook bij de bijzondere opsporingsdiensten CIE-en op te richten. Zo 
hebben de FIOD/ECD (Fiscale Inlichtingen- en Opsporingsdienst/Economische 
Controledienst), de AID (Algemene Inspectiedienst), de SIOD (Sociale Inlichtingen- en 
Opsporingsdienst) en VROM-IOD (Inlichtingen- en Opsporingsdienst van het ministerie van 
Volkshuisvesting, Ruimtelijke Ordening en Milieubeheer) een eigen CIE.53
 
 
                                                     
51 Zie artikel 1 onder b Regeling CIE. 
52 Zie het Besluit van 11 april 2007 tot wijziging van (onder meer) art. 5 lid 1 van het Besluit beheer regionale 
politiekorpsen, in werking getreden op 2 mei 2007 Stb. 2007, 151. Uit deze wijziging volgt dat regionale 
politiekorpsen ervoor kunnen kiezen zelfstandig of samen met andere politiekorpsen over een CIE te beschikken. 
53 Elke dienst heeft zijn eigen regeling, bijvoorbeeld voor de FIOD/ECD: het Besluit instelling criminele 
inlichtingen eenheid FIOD/ECD bij de Belastingdienst. Stcrt. 8 augutsus 2003, nr. 151, p. 8. 
 22
3.3 Taak CIE 
Artikel 4 van de Regeling CIE somt de belangrijkste werkzaamheden van een criminele 
inlichtingen eenheid op. De primaire taak van een CIE is het door middel van het “runnen” 
(benaderen, praten met) van informanten verzamelen en verifiëren van criminele inlichtingen 
en – voor zover aan bepaalde toetsingsvoorwaarden kan worden voldaan – het registreren en 
aan opsporingsambtenaren ter beschikking stellen van informatie omtrent personen die 
worden vermoed betrokken te zijn bij misdrijven als bedoeld in art. 10, lid 1, onderdeel a Wet 
politiegegevens (voorheen art. 1, lid 1, onderdeel k, Wet Politieregisters). 
De CIE heeft naast het inwinnen van informatie van informanten een bredere taak. Zij is 
uitdrukkelijk belast met de informatievoorziening in het kader van de uitvoering van de 
politietaak, voor zover deze betreft CIE-subjecten en verdachten van misdrijven als bedoeld in 
art. 10, lid 1, onderdeel a Wet politiegegevens (voorheen art. 1, lid 1, onderdeel k, Wet 
Politieregisters).54 Dit brengt met zich dat alle mogelijke – rechtmatig verkregen – gegevens, 
afkomstig uit bijvoorbeeld informantenbronnen, open bronnen (bronnen welke in principe 
voor een ieder zijn te raadplegen) of tijdelijke registers (bevattende informatie uit lopende en 
afgesloten onderzoeken) in de hierna te noemen CIE-registers kunnen worden opgenomen. 
 
Het betreft hier de volgende van elkaar te onderscheiden registers:55  
• het voorlopig register  
• het register zware criminaliteit. 
Deze registers worden gevoerd door de CIE waarbij de CIE-officier van justitie een 
toezichthoudende taak heeft.56
Met betrekking tot het onderscheid tussen de registers kan kort samengevat gesteld worden 
dat informatie die reeds aan de formele en materiële opslagcriteria van de Wet politieregisters 
(nu de Wet politiegegevens) voldoet, kan worden opgeslagen in het register zware 
criminaliteit. In het voorlopig register kan nog niet voldoende concrete of nog niet bevestigde 
informatie (Corstens spreekt over ”zachte” gegevens57) over nog niet zwacri-geregistreerde 
subjecten (dit zijn personen ten aanzien van wie de verwachting bestaat dat deze in 
samenhang met andere gegevens te zijner tijd in het register zware criminaliteit kunnen 
                                                     
54 Zie artikel 2 Regeling CIE. 
55 Zie artikel 4 lid 1 onder b Regeling CIE. 
56 Zie artikel 1 onder g Regeling CIE. 
57 Corstens 2005, p. 288. 
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worden opgenomen) worden opgeslagen. Deze opslag vindt plaats met het doel de informatie 
zodanig te veredelen (het zodanig combineren met andere gegevens dat concretere en/of 
bevestigde informatie ontstaat) dat te zijner tijd die informatie wel in het register zware 
criminaliteit zal kunnen worden opgenomen. 
Kort samengevat kunnen de volgende doeleinden voor het bijhouden van CIE-registraties 
worden onderscheiden: 
• het inwinnen, verifiëren en registreren van criminele inlichtingen;  
• het verstrekken van informatie in concrete opsporingsonderzoeken;  
• het verkrijgen van een beeld en het volgen van de ontwikkelingen van vormen van 
zware criminaliteit en  
• het vervullen van een ondersteunende rol bij het maken van keuzes in het kader van de 
inzet van recherchecapaciteit. 
3.4  Het gebruik van informanten 
De CIE ontleent haar bijzondere betekenis voor de opsporing aan haar vermogen om door 
middel van informanten criminele inlichtingen uit de samenleving te vergaren. Informanten 
kunnen worden gedefinieerd als zijnde personen die aan een opsporingsambtenaar, al dan niet 
gevraagd, inlichtingen verstrekken over een gepleegd of nog te plegen strafbaar feit en aan 
wie ter zake van deze inlichtingenverstrekking afscherming wordt toegezegd.58 De definitie in 
de Regeling CIE59 spreekt van “een persoon die, anders dan als getuige of verdachte, aan een 
opsporingsambtenaar informatie verstrekt omtrent door anderen gepleegde of te plegen 
strafbare feiten”. Informanten maken deel uit van een criminele groepering of hebben daartoe 
zonder meer toegang en spelen informatie aan de politie door. De informant doet 
mededelingen aan de politie over hetgeen hij in een bepaald milieu heeft ondervonden. Hij 
openbaart aldus aan derden gegevens die niet tot zijn beschikking zouden zijn gekomen indien 
men in dat milieu weet zou hebben gehad van zijn banden met de politie. Hij schendt dus het 
vertrouwen dat hem is geschonken. Handelt hij aldus in strijd met het recht en mag de 
strafrechtspleging van dergelijke informatie gebruikmaken ? De wetgever heeft met de 
invoering van artikel 126v Wetboek van Strafvordering  het stelselmatig optreden van 
informanten geregeld en daarmee te kennen gegeven dat dergelijk optreden wegens de daartoe 
                                                     
58 Buruma 2001, p. 98. 
59 Zie noot 31. 
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op de persoonlijke levenssfeer gemaakte inbreuk wettelijke regeling behoeft.60 Impliciet lijkt 
hij daarmee te hebben erkend dat het hier om een schending van een grondrecht gaat. Volgens 
de memorie van toelichting valt een algemeen verzoek informatie over een criminele 
organisatie te verstrekken niet onder het bereik van artikel 126v Sv., evenmin als het op eigen 
initiatief verzamelen van gegevens en de verstrekking daarvan aan de politie.61 Dat een 
algemeen verzoek informatie te verstrekken over een criminele organisatie, niet onder 126v 
Sv. valt, is m.i. wel te begrijpen: een dergelijk verzoek zal de privacy niet raken. Dit kan in 
het geval van het op eigen initiatief verzamelen van gegevens en de verstrekking daarvan aan 
de politie wel het geval zijn. Hoewel daarmee onder omstandigheden onrechtmatig gehandeld 
kan zijn, is niet gezegd dat de aldus aan politie en justitie verschafte informatie niet in een 
strafzaak zou mogen worden gebruikt. De Hoge Raad heeft aanvaard dat materiaal dat in 
strijd met het recht is vergaard en vervolgens ter beschikking van politie en justitie is 
gekomen, voor het bewijs mag worden gebruikt.62 Ik kan me hierin wel vinden: politie en 
justitie kan in onderhavige gevallen zelf immers geen verwijt worden gemaakt. Echter, op het 
moment dat de politie een informant verzoekt door te gaan met het stelselmatig verzamelen 
van informatie over een persoon, zal hieraan wel een bevel ex artikel 126v Sv ten grondslag 
moeten liggen. 
 
Overigens is de informant in regelgeving en jurisprudentie reeds lang erkend.63 De Hoge 
Raad heeft daarnaast al meerdere malen aangegeven dat de identiteit van een informant 
geheim mag blijven en de informant mag worden afgeschermd. Zo accepteerde de Hoge Raad 
al in 1982 dat het Hof het stellen van een vraag omtrent de identiteit van een tipgever belette 
en een verzoek afwees tot een nader onderzoek dienaangaande. De Hoge Raad bepaalde dat 
dit geen miskenning was van enig beginsel van een goede procesorde en dat geen sprake was 
van tekortschieten in de motiveringsplicht.64
Een tweede uitspraak van de Hoge Raad dat jaar bevestigde dit nog eens.65 Aan een niet 
anonieme getuige (die opsporingsambtenaar was) werden vragen over een informant gesteld, 
zoals de naam van de informant en of de informant een politieagent was. Deze vragen werden 
door de voorzitter op de zitting belet, omdat “bij de beantwoording van deze vragen de 
                                                     
60 Kamerstukken II 1996/97, 25 403, nr. 3, p. 44. 
61 Kamerstukken II, 1996/97, 25 403, nr. 3, p. 45. 
62 HR 11 april 1995, NJ 1995, 537. 
63 Zie o.a. HR 19 december 1995, NJ 1996, 249 en EHRM 20 november 1989, NJ 1990, 245. 
64 HR 2 maart 1982, NJ 1982, 460. 
65 HR 5 oktober 1982, NJ 1983, 297. 
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effectiviteit van de opsporing van dit soort ernstige zaken, welke het welzijn van de 
maatschappij in hoge mate bedreigen, ernstig wordt geschaad en de veiligheid van de 
informant en mogelijk andere bij de opsporing betrokkenen wordt bedreigd”. 
De Hoge Raad accepteerde dit en overwoog dat de redenen die het Hof had opgegeven 
waarom het gebruik had gemaakt van de in de wet toegekende bevoegdheid, zijn beslissing 
konden dragen. 
 
3.5 Verstrekken van informatie 
Er is een landelijk standaardproces verbaal ontwikkeld dat in elke zaak waarin CIE-informatie 
wordt uitgegeven wordt gebruikt. Met dat landelijk standaard proces verbaal wordt een 
grotere eenvormigheid bereikt. In het standaardproces verbaal, waarmee de chef van een CIE 
informatie die zijn eenheid heeft verkregen beschikbaar stelt aan opsporingsambtenaren, 
wordt het navolgende opgenomen:  
• zijn eigen naam en functie;  
• de verklaring dat hij op ambtseed of belofte relateert;  
• de informatie die bij zijn dienst beschikbaar is, voor zover die informatie relevant 
wordt geacht in verband met het oogmerk waarmee de informatie wordt verstrekt en 
voor zover deze met inachtneming van de afscherming van de bron kan worden 
verstrekt;  
• zijn eigen waardering van de vermoedelijke betrouwbaarheid van de ter beschikking 
gestelde informatie, aan de hand van zijn oordeel over de betrouwbaarheid van de 
bronnen en de juistheid van de informatie; 
• hetgeen door hemzelf of door andere opsporingsambtenaren van zijn dienst is 
onderzocht en vastgesteld, hetzij teneinde de juistheid van de vermelde informatie te 
bevestigen, hetzij teneinde de bruikbaarheid van de vertrouwelijk verkregen 
informatie voor opsporingsdoeleinden te vergroten (de zogeheten “veredeling”). 
Daarbij dient te worden opgemerkt dat de chef CIE zich wat zijn oordeel omtrent de 
betrouwbaarheid van de informatie betreft zal beperken tot een in algemene bewoordingen 
gestelde formulering. De belangen die met afscherming van informanten zijn gemoeid staan 
aan een nadere toelichting in de weg. Met name zullen deze belangen verhinderen dat wordt 
vermeld of de betrouwbaarheid van de informant wordt afgeleid uit diens persoon of 
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maatschappelijke positie, dan wel uit de omstandigheid dat die informant eerder, en 
herhaaldelijk, informatie heeft verstrekt die juist bleek te zijn. Overigens kent het CIE proces-
verbaal slechts twee betrouwbaarheidskwalificaties: “betrouwbaar” en “niet te beoordelen”. 
Als “onbetrouwbare” aangemerkte informatie wordt door de CIE namelijk niet uitgegeven. 
Het is immers zinloos en een verspilling van kostbare capaciteit om informatie te verstrekken 
waarvan voorspelbaar is dat de inzet van de tactische recherche niet tot enig resultaat zal 
leiden.  
 
3.6 CIE-informatie in het procesdossier  
CIE-informatie kan, mits de informatie concreet genoeg is, de grondslag vormen voor een 
verdenking zoals bedoeld in art. 27 Sv en kan zelfs ernstige bezwaren opleveren.66  
CIE-informatie is geen bewijs, maar slechts “intelligence”.67 Om dit te benadrukken is in het 
standaard proces-verbaal de volgende zinsnede opgenomen: “Dit proces-verbaal is niet 
bedoeld om te dienen als bewijsmiddel in een strafzaak”.  
De reden voor het opnemen van deze zinsnede is gelegen in 1) de problematiek van de 
“dubbeltelling” (zie hierna) en 2) de als gevolg van de bronbescherming beperkte mate waarin 
de CIE-informatie door de rechter kan worden gecontroleerd. “Intelligence” verdient controle 
op het punt van de rechtmatigheid van de verkrijging en de betrouwbaarheid (in verband met 
het vaststellen van de redelijkheid van een verdenking). Bewijsmateriaal dient volledig 
controleerbaar te zijn en is dus onderhevig aan volledige toetsing, bijvoorbeeld door het horen 
als getuige van de personen die de bron van informatie zijn. Indien de rechter besluit het CIE-
proces-verbaal te bezigen voor het bewijs op de voet van art. 344 lid 3 Sv, is het risico van 
dubbeltelling niet uit te sluiten. Het kan immers voorkomen dat de verklaring van een persoon 
op twee manieren in het dossier voorkomt, namelijk enerzijds in de hoedanigheid van 
informant, anderzijds in de hoedanigheid van getuige (daaronder begrepen medeverdachte). 
De “gewone” politieman (maar ook de zaaksofficier) weet namelijk niet de identiteit van een 
informant en daardoor kan het dus voorkomen dat men een persoon die eerder als informant 
tegenover de CIE heeft verklaard, later in een onderzoek als getuige hoort. De rechter kan dan 
tot de onjuiste conclusie komen dat er twee bronnen aanwezig zijn met betrekking tot (een 
deel van) het bewijs, terwijl er in werkelijkheid sprake is van slechts één bron. Deze situatie 
                                                     
66 O.a. HR 14 september 1992, NJ 1993, 83, HR 19 januari 1999, NJ 1999, 253 en HR 25 september 2001, NJ 
2002, 97. 
67 Onder intelligence wordt verstaan: informatie die uitsluitend bedoeld is als start- en sturingsinformatie. Deze 
informatie is dus niet bedoeld om te worden gebruikt als bewijs (zie ook onder 2.5). 
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wordt “dubbeltelling” genoemd. Een onderzoek naar de vraag of daadwerkelijk sprake is van 
een dubbeltelling stuit op het bezwaar dat enige inhoudelijke mededeling van de officier van 
justitie hierover zal kunnen leiden tot de onthulling van de identiteit van de informant. 
Immers, indien wordt aangegeven dat er sprake is van een dubbeltelling, wordt daarmee de 
identiteit van de informant direct prijsgegeven, dan wel is deze na enige inspanning te 
achterhalen en indien in alle toepasselijke gevallen wordt aangegeven dat er geen sprake is 
van een dubbeltelling, wordt daarmee direct duidelijk in welke gevallen dit wel zo is. Om 
deze reden zal de officier van justitie in alle gevallen (zeer hoge uitzonderingen daargelaten) 
het standpunt innemen dat geen mededeling kan worden gedaan omtrent de vraag of 
daadwerkelijk sprake is van een dubbeltelling. De (CIE-)officier van justitie neemt alsdan het 
standpunt in dat hij zulks noch kan bevestigen, noch ontkennen. Bij het gebruik van CIE-
informatie als “intelligence” en niet als bewijs worden vragen omtrent de identiteit van de 
informant en verzoeken tot het horen van de informant irrelevant. De verklaring van de 
informant wordt immers niet voor het bewijs gebruikt, zodat het niet nodig is hem als getuige 
te horen.68
3.7 Privacyinbreuk door handelen CIE 
Omdat de CIE zich richt op criminele handelingen zal minder snel sprake zijn van een 
vergaande privacyinbreuk. Dit valt op te maken uit een uitspraak van het Europese Hof van de 
Rechten van de Mens (EHRM). In het Lüdi-arrest69 werd dit als volgt verwoord: voorzover 
het gaat om handelingen van de verdachte die in verband staan met criminele activiteiten, 
zullen de naspeuringen van de politie geen inbreuk op artikel 8 EVRM kunnen opleveren. In 
dat geval neemt verdachte immers welbewust het risico dat de politie hem zal willen 
ontmaskeren en heeft hij (dus) met betrekking tot die activiteiten geen recht op privacy. Uit de 
bovenstaande uitspraak van het EHRM kan (voorzichtig) geconcludeerd worden dat 
criminelen iets minder recht op privacy hebben dan een “doorsnee” burger. Dit is ook nog 
eens af te leiden aan een arrest van de Hoge Raad:70  “Er is geen sprake van inbreuk op het 
recht op bescherming van de persoonlijke levenssfeer van de verdachte, nu deze uit eigen 
beweging zich tegenover achtereenvolgens beide infiltranten heeft voorgedaan als een 
persoon die daadwerkelijk bereid en in staat was aanzienlijke hoeveelheden cocaïne naar 
Nederland te transporteren en zich ten volle bewust was dat hij zich schuldig maakte aan 
                                                     
68 Vgl. HR 19 januari 1999, NJ 1999, 253. 
69 EHRM 15 juni 1992, NJ 1993, 711. Zie voor een soortgelijke uitspraak ook HR 14 november 2000, NbSR 
2000, 254. 
70 HR 14 november 2000, LJN AA8295. 
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overtreding van de Opiumwet en dientengevolge het risico liep dat hij undercoveragenten zou 
ontmoeten wier taak het was om zijn strafbaar handelen aan het licht te brengen. Het gaat hier 
om contacten met derden die de verdachte vrijelijk aanging en onderhield en waarin hij zelf 
kon bepalen en bepaalde hoeveel hij omtrent zijn handel en wandel aan zijn gesprekspartners 
zou prijsgeven. De enkele omstandigheid dat de verdachte niet op de hoogte was van de 
hoedanigheid van zijn contactpersonen doet daaraan niet af”. Ik vind dit standpunt goed te 
verdedigen: een verdachte verspeelt een deel van zijn rechten zodra hij zich inlaat met 
criminele activiteiten. Dat hiermee eventueel ook de privacy van anderen dan verdachte kan 
worden geschonden, is een prijs die betaald moet worden voor een stuk veiligheid. 
Persoonlijk heb ik hier geen moeite mee. 
 
3.8 Concluderend 
De CIE vergaart haar informatie via informanten. Het gebruik maken van informanten is in 
regelgeving en jurisprudentie (door zowel de Hoge Raad als het EHRM) reeds lang zijn 
erkend. CIE info wordt in de regel niet voor het bewijs gebruikt maar dient enkel als start- en 
sturingsinformatie voor een opsporingsonderzoek. Naar mijn mening volstaat in dat geval de 
mogelijkheid van een marginale toetsing van de rechter en verdediging van de wijze waarop 
dergelijke informatie is verkregen, tenzij de verdediging aannemelijk maakt dat politie en OM 
onrechtmatig hebben gehandeld bij het verkrijgen van die informatie. Het gebruik van een 
anonieme tip via de CIE in het strafproces zal naar mijn mening gezien het bovenstaande niet 








4. Meld Misdaad Anoniem (MMA) 
4.1 Inleiding 
Een anonieme tip komt naast de weg van de CIE ook vaak via MMA binnen. In dit hoofdstuk 
wordt (gelijk aan het vorige hoofdstuk) eerst de organisatie en werkwijze van MMA uiteen 
gezet omdat ook in dit geval de wijze van vergaren van informatie en het al dan niet toetsen 
hiervan zijn invloed kan hebben op een eerlijke procesvoering. Daarna zal ik in dit hoofdstuk 
duidelijk maken op welke manier de informatie die is binnengekomen via MMA, wordt 
gebruikt in het strafprocesrecht. Dit in mijn ogen cruciale punt zal ik aan de hand van 
jurisprudentie uitvoerig bespreken. Aan het eind van het hoofdstuk maak ik ook wat betreft 
MMA de balans op. 
4.2 Organisatie MMA 
Meld Misdaad Anoniem (MMA) is een landelijke voorziening waar burgers telefonisch en 
anoniem informatie kunnen geven over misdrijven.71 De gratis meldlijn (0800-7000) biedt 
mensen op een laagdrempelige manier een extra mogelijkheid om een bijdrage te leveren aan 
de veiligheid in Nederland. Het doel van de meldlijn is het verkrijgen van informatie over 
daders van gepleegde misdrijven die anders niet verkregen was. 
Meld Misdaad Anoniem startte in september 2002 als pilot-project van het Nationaal Platform 
Criminaliteitsbeheersing en is een voorbeeld van publiek private samenwerking. In het 
platform zijn politie, openbaar ministerie, de ministeries van Justitie en Binnenlandse zaken, 
het Nederlandse verbond van verzekeraars en de Nederlandse vereniging van banken 
vertegenwoordigd.72 Het initiatief is gebaseerd op het Crimestoppers concept dat in diverse 
landen, zoals Engeland en de Verenigde Staten, al langere tijd succesvol wordt toegepast. Ook 
in Nederland bleek het succesvol en in oktober 2003 besloten de ministers Donner (Justitie) 
en Remkes (Binnenlandse Zaken en Koninkrijksrelaties) dat het kon worden voortgezet als 
structurele en landelijke voorziening. In december 2003 werd daarop Stichting Meld Misdaad 
Anoniem opgericht.73
                                                     
71 <www.meldmisdaadanoniem.nl> 
72 Uit het Algemeen Politieblad (APB), 19 april 2003, nr. 8. 
73 <www.meldmisdaadanoniem.nl> 
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MMA maakt geen deel uit van de politieorganisatie. Toch gaat de anonieme informatie in de 
meeste gevallen wel degelijk naar de politie, al wordt ze daarnaast ook vaak doorgezonden 
naar het fraudeloket van het verbond van verzekeraars. 
4.3 De Informatie 
De informatie moet 
- concreet genoeg zijn om nader onderzoek op te baseren 
- betrekking hebben op specifieke daders en/of omstandigheden, en 
- kunnen bijdragen aan de oplossing van een misdrijf of misdrijven.74 
De meldingen via Meld Misdaad Anoniem hebben dezelfde status als anonieme informatie. 
De verkregen informatie kan dus als start- en/of sturingsinformatie worden gebruikt.75 Voor 
het inzetten van ingrijpende opsporingsbevoegdheden zal deze informatie voldoende concreet 
en gedetailleerd moeten zijn. Bovendien is bevestiging of aanvulling via andere informatie in 
het algemeen gewenst. 
4.4 De werkwijze 
De werkwijze van de stichting Meld Misdaad Anoniem en de M-lijn is als volgt.76 De 
informatie wordt genoteerd op een meldingsformulier in de frontoffice van de M-lijn, een 
callcenter bij het Korps Landelijke Politiediensten (KLPD). Dit formulier wordt verzonden 
naar de bevoegde opsporingsinstanties dan wel andere belanghebbende diensten, zoals de 
betreffende regio’s van de politie, de FIOD, de SIOD, de Sociale verzekeringsbank, de AIVD 
en het Fraudeloket van het Verbond van Verzekeraars. Na binnenkomst van het formulier bij 
de betreffende instantie wordt de melding verwerkt in de informatiesystemen van die 
instanties. De informatie wordt toegevoegd aan de al verzamelde informatie over het misdrijf 
of de misdrijven. De instantie is zelf verantwoordelijk voor hetgeen met de informatie wordt 
gedaan. De informatie kan het begin zijn van een opsporingsonderzoek, maar betreft soms 
ook informatie ten behoeve van civiele partijen. 
 
 
                                                     
74 Uit het Algemeen Politieblad (APB), 19 februari 2005, nr.4.  




Er is gekozen voor een anonieme lijn omdat gebleken is dat burgers vaak niet met naam en 
toenaam bekend willen worden. Soms omdat ze de dader goed kennen en soms omdat ze 
opzien tegen ingewikkelde procedures. De anonimiteit van de melder wordt op verschillende 
manieren gewaarborgd.77 Er is bijvoorbeeld geen nummerweergave mogelijk en er wordt 
geen naam, adres, woonplaats of tijdsaanduiding verwerkt. Er wordt dus geen enkele 
aanwijzing over de melder vastgelegd en de gesprekken worden ook niet op tape bewaard. 
Ook is de werkwijze zo ingericht dat er geen relatie kan worden gelegd tussen de melding en 
de medewerker van de Meld Misdaad Anoniem. Vanwege de anonimiteit worden er geen 
beloningen aan de melders uitgekeerd. Volledig waterdicht is de garantie echter niet. De 
officier van justitie kan namelijk in zeer uitzonderlijke gevallen een onderzoek naar de 
identiteit van de tipgever laten instellen. Hiertoe kan hij gebruik maken van zijn 
strafvorderlijke bevoegdheid om inlichtingen te vorderen van telecommunicatieaanbieders. 
Hierbij is hij echter onderworpen aan het regime van de Instructie Meld Misdaad Anoniem. 
Als gevolg van deze instructie moet het College van procureurs-generaal, daartoe geadviseerd 
door de Centrale Toetsingscommissie van het Openbaar Ministerie, vooraf aan de officier van 
justitie toestemming verlenen tot toepassing van de bevoegdheden van de artikelen 126n of 
126u Sv op genoemde telecommunicatieverkeer. Bij de toetsing gelden zeer zware eisen van 
proportionaliteit en subsidiariteit. Een dergelijk onderzoek kan volgens de instructie alleen 
plaatsvinden in geval er sprake is van onmiddellijk dreigend levensgevaar. Daarnaast mag de 
bevoegdheid tot het vorderen van verkeersgegevens slechts worden gebruikt als het gaat om 
inlichtingen om dat leven te redden. 
4.6 MMA informatie als basis voor de start van een onderzoek 
In juni 2006 keurde ook de Hoge Raad het gebruik van informatie via Meld Misdaad 
Anoniem goed en oordeelde:78
“Geen rechtsregel staat eraan in de weg dat de politie anonieme informatie gebruikt als 
startinformatie voor een opsporingsonderzoek. Mede gelet hierop getuigt ’s hofs oordeel dat 
het gebruik van de Meld Misdaad Anoniem-informatie i.c. niet in strijd is met artikel 6 
                                                                                                                                                                      
76 Zie Instructie Meld Misdaad Anoniem van 10 april 2006, in werking getreden op 1 mei 2006. 
77 Zie Instructie Meld Misdaad Anoniem van 10 april 2006, in werking getreden op 1 mei 2006. 
78 HR 13 juni 2006, NJ 2006, 346. 
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EVRM dan wel met de beginselen van een behoorlijke procesorde, niet van een onjuiste 
rechtsopvatting. Dat oordeel is niet onbegrijpelijk, in aanmerking genomen ’s hofs vaststelling 
dat de juistheid van die informatie door de politie is getoetst en onderbouwd met nadere 
onderzoeksgegevens, alsmede de omstandigheid dat het hof de informatie niet voor het bewijs 
heeft gebruikt”. De Hoge Raad stelt in dit arrest dus voorop dat de politie “anonieme 
informatie” mag gebruiken als startinformatie voor een opsporingsonderzoek.79 De Hoge 
Raad zegt daarbij niets over het gebruiken van anonieme info voor dwangmiddelentoepassing. 
Het Hof80 was in deze zaak overigens van mening dat het gebruikmaken van MMA-info haar 
rechtsgrond vindt in artikel 2 Politiewet, zodat dat gebruikmaken reeds om die reden niet 
onrechtmatig was. Ook was er geen strijd met artikel 6 EVRM dan wel met de beginselen van 
een behoorlijke procesorde nu de wijze waarop de informatie was geëvalueerd en aangevuld 
door de politie in een proces-verbaal van bevindingen was neergelegd en derhalve 
controleerbaar was voor de verdediging. Het enkele feit dat de anonieme beller niet kon 
worden gehoord, betekende niet zonder meer dat er sprake was van strijd met artikel 6 EVRM 
dan wel beginselen van een behoorlijke procesorde. 
4.7 MMA informatie als basis voor een redelijk vermoeden van schuld 
Hoewel MMA nog niet zo’n lange historie heeft en nog weinig jurisprudentie heeft 
opgeleverd, heeft de Hoge Raad in de jaren 80 wel enkele arresten gewezen in zaken waarin 
een anonieme (telefonische) mededeling een rol speelde bij het bepalen of sprake was van een 
redelijk vermoeden van schuld. Zo had de politie in een zaak een anonieme telefonische 
mededeling ontvangen dat in een bepaald perceel een plastic zak inhoudende verdovende 
middelen zou worden binnengebracht. Voorts was de verdachte bij de politie bekend en 
meermalen veroordeeld terzake overtreding van de Opiumwet alsmede de Wet op de 
Geneesmiddelenvoorziening. De Hoge Raad overwoog dat de stelling dat de rechtbank geen 
acht had mogen slaan op de in het middel bedoelde anonieme mededeling, geen steun in het 
recht vond.81 Van Veen schrijft daarbij in zijn noot dat het afhangt van de inhoud van die 
informatie in samenhang met wat de politie uit ervaring of uit andere bronnen bekend is, of 
zo’n informatie een vermoeden van schuld in de zin van artikel 27 Sv wettigt. 
In een andere zaak had het info-centrum van politie aan verbalisanten doorgegeven dat de 
verdachte mogelijk verdovende middelen zou vervoeren c.q. verhandelen. De Hoge Raad was 
                                                     
79 Recent bevestigd in HR 22 januari 2008, LJN BC1375.  
80 Gerechtshof Amsterdam 7 februari 2005, LJN AS5816. 
81 HR 18 november 1980, NJ 1981, 125 (m.nt. Van Veen). 
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hier (naar mijn mening terecht) kritisch en overwoog dat de enkele omstandigheid dat de 
verbalisanten van het info-centrum van de gemeentepolitie Enschede hadden vernomen dat de 
verdachte mogelijk verdovende middelen zou verhandelen c.q. vervoeren c.q. aanwezig zou 
hebben, geen redelijk vermoeden van schuld in de zin van artikel 27 Sv dan wel een redelijk 
vermoeden in de zin van artikel 9 van de Opiumwet opleverde.82
In weer een andere zaak kwam bij de chef narcoticabrigade een anonieme mededeling binnen 
dat in een bepaald perceel verdovende middelen, met name heroïne, aanwezig was. Het Hof 
overwoog dat deze concrete aanwijzingen, ook van plaats en tijd, een redelijk vermoeden van 
schuld opleverde ten aanzien van A. en van degenen die zich bij de komst van de politie in dat 
perceel bevonden (en dus ook van de man die op dat ogenblik het perceel verliet). De Hoge 
Raad ging hierin mee en oordeelde dat op de in de voormelde overwegingen vervatte gronden 
het Hof zonder miskenning van het recht had kunnen oordelen dat ten aanzien van de 
verdachte een redelijk vermoeden van schuld in de zin van artikel 27 Sv bestond.83  
Ook uit een aantal recente uitspraken van rechtbanken (respectievelijk Maastricht84 en 
Leeuwarden85) wordt duidelijk dat informatie verkregen via MMA goede mogelijkheden voor 
de opsporing biedt. Zo kan een anonieme tip via MMA voldoende grond opleveren voor een 
doorzoeking. Vereist is daarbij wel dat de informatie concreet en gedetailleerd genoeg is en 
geverifieerd is door resultaat van enig (voorbereidend) opsporingsonderzoek.86
4.8 Resultaten 
Uit de jaarcijfers die de stichting M. heeft gepubliceerd87 blijkt dat Meld Misdaad Anoniem in 
2006 ruim 13.500 tips binnen kreeg over misdrijven. Dit is een stijging van 33 procent ten 
opzichte van 2005. Een op de 138 Nederlanders blijkt vorig jaar wel eens te hebben gebeld 
naar M. 0800-7000. Hierdoor kon de politie ruim 1450 verdachten aanhouden, dit zijn 28 
verdachten per week. Anders gezegd: ongeveer 1 op de 10 meldingen leidt tot een 
aanhouding. In totaal werden in 2006 1050 zaken opgelost met dank aan Meld Misdaad 
Anoniem.  
                                                     
82 HR 8 december 1981, NJ 1982, 533. 
83 HR 1 maart 1983, NJ 1983, 550. 
84 Rb Maastricht 14 december 2005, NbSr. 2006, 38 en Rb Maastricht 24 januari 2007, LJN AZ8311. 
85 Rb Leeuwarden 24 mei 2007, NJFS 2007, 189. 
86 Rb ’s-Hertogenbosch 5 december 2007, LJN BB9903. 
87 <www.meldmisdaadanoniem.nl/resultaten/jaarcijfers2006> 
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Dankzij tips via deze misdaadlijn heeft de politie ruim een half miljoen euro aan contanten, 
wapens, drugs en andere goederen in beslag kunnen nemen. Ook werden fraudezaken 
opgespoord met en totale omvang van ruim 1,8 miljoen euro. Daarnaast werden in 2006 zes 
moordzaken opgelost waarbij een anonieme tip mogelijk een belangrijke rol heeft gespeeld.88
 
4.9 MMA en privacyregels 
 
Het College Bescherming Persoonsgegevens (CBP) heeft in 2005 onderzocht of de Stichting 
MMA wel handelt in overeenstemming is met de Wet bescherming persoonsgegevens (Wbp) 
bij het verstrekken van gegevens aan derden, zoals politie en inlichtingendiensten. Het CBP is 
tot de conclusie gekomen dat dit wel het geval is en overwoog:89  
“M. wil een bijdrage leveren aan het terugdringen van criminaliteit en het voorkomen van 
misdrijven. Op een meldlijn kunnen burgers anoniem informatie over criminaliteit doorgeven. 
M. verzamelt deze informatie en verstrekt deze gegevens vervolgens aan politie, 
inlichtingdiensten en andere relevante organisaties. De stichting heeft met de betreffende 
partijen overeenkomsten gesloten om waarborgen te treffen voor een verantwoord en 
zorgvuldig gebruik van deze gegevens. Mede op basis hiervan is het CBP van mening dat M. 
een gerechtvaardigd belang heeft om deze strafrechtelijke gegevens te verzamelen en te 
verstrekken. 
Bij het gebruik van persoonsgegevens moeten personen van wie gegevens gebruikt worden in 
beginsel hierover geïnformeerd worden. Een betrokken persoon kan dan zijn rechten, zoals 
het recht op inzage of correctie uitoefenen. M. heeft echter voldoende aannemelijk gemaakt 
dat het informeren van betrokkenen een onmogelijke dan wel een onevenredig grote 
inspanning zou vergen: bovendien zou het strijdig zijn met het doel dat M. nastreeft”. 
4.10 Aandachtspunt 
Het feit dat iedere burger gebruik kan maken van MMA heeft naast de voordelen (het is een 
laagdrempelig maatschappelijk instrument) natuurlijk ook een aantal nadelen. Een 
aandachtspunt is bijvoorbeeld dat de anonieme tiplijn het voor de crimineel makkelijker 
maakt onjuiste informatie te verspreiden waardoor de aandacht van hem zelf wordt afgeleid. 
Ook kunnen politiemensen de tiplijn gebruiken om informatie “wit te wassen”. Het is erg 
                                                     
88 Uit: politievakblad “Blauw”, d.d. 7 juli 2007, p. 4. 
89 <www.cbpweb.nl/nieuws2005>. 
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belangrijk om dit niet uit het oog te verliezen en de ontvangen informatie mag derhalve naar 
mijn mening niet te snel als vaststaand/waarheid worden aangenomen. Omdat informatie via 
MMA per definitie niet volledig toetsbaar is, kan deze informatie evenals CIE-informatie in 
beginsel niet worden gebruikt als bewijs.90
 
4.11 Concluderend 
In relatief korte tijd heeft MMA haar bestaansrecht al bewezen. Het aantal meldingen neemt 
per jaar nog steeds fors toe en vele misdrijven konden worden opgelost (mede) dankzij MMA. 
Anonieme tips die via MMA binnenkomen kunnen dus grote waarde hebben voor de 
opsporing van strafbare feiten. De Hoge Raad heeft duidelijk gemaakt dat de aldus verkregen 
informatie goed kan dienen als startinformatie voor een opsporingsonderzoek. Indien deze 
informatie gedetailleerd en concreet genoeg is en door politie goed wordt geverifieerd, kan 
het ook een redelijk vermoeden van schuld in de zin van artikel 27 Sv opleveren. Informatie 
verkregen via MMA is (evenals CIE-info) niet bedoeld om te worden gebruikt voor bewijs. In 
het ontbreken van de mogelijkheid van volledige toetsing door de rechter en de verdediging 
zie ik daarom geen onoverkomelijkheid. Omdat de informatie met name zal dienen als 
startinformatie van een opsporingsonderzoek volstaat naar mijn mening een marginale 
toetsing door de rechter en verdediging. Ook in dit geval meen ik daarom dat het gebruik van 
een anonieme tip via MMA in het strafproces niet snel tot een schending van het recht op een 






                                                     
90 Zie hiervoor onder 2.5. 
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5. De Algemene Inlichtingen- en Veiligheidsdienst (AIVD) 
5.1 Inleiding 
Een derde manier waarop een anonieme tip in het strafprocesrecht kan worden gebracht, is via 
de AIVD. In dit hoofdstuk zal ik op dezelfde wijze als in de vorige hoofdstukken te werk 
gaan. Eerst zal ik kort de organisatie en werkwijze van de AIVD toelichten en daarna zal ik in 
dit hoofdstuk uiteenzetten op welke manier AIVD-info wordt gebruikt. Ook in dit geval sluit 
ik het hoofdstuk af  met een conclusie. 
5.2 Organisatie 
Nederland heeft twee inlichtingen- en veiligheidsdiensten: de Algemene Inlichtingen- en 
Veiligheidsdienst (AIVD) – de voormalige Binnenlandse Veiligheidsdienst (BVD) – en de 
Militaire Inlichtingen- en Veiligheidsdienst (MIVD). Met name informatie die door de AIVD 
wordt vergaard, speelt in toenemende mate een rol in strafrechtelijke onderzoeken. 
Van oudsher zijn de taken van enerzijds de Nederlandse Inlichtingen- en Veiligheidsdiensten 
en anderzijds de politie van elkaar gescheiden. Het werd niet wenselijk gevonden om een 
soort van “geheime politie” te creëren: een dienst die het is toegestaan onder geheimhouding 
inlichtingenwerk te verrichten en daarbij tevens taken op het gebied van opsporing te 
hebben.91 De AIVD is nadrukkelijk geen opsporingsinstantie. In Nederland bestaat een strikte 
scheiding tussen opsporingsdiensten enerzijds en inlichtingen- en veiligheidsdiensten 
anderzijds. De ambtenaren van deze inlichtingen- en veiligheidsdiensten bezitten geen 
bevoegdheid tot het opsporen van strafbare feiten. 
5.3 Taken 
De taak van de AIVD bestaat, ingevolge artikel 6 Wet op de Inlichtingen- en 
Veiligheidsdiensten (WIV 2002), kort samengevat, uit het verrichten van onderzoek ten 
behoeve van (het voortbestaan van) de democratische rechtsorde en de veiligheid of andere 
gewichtige belangen van de staat, en het bevorderen van maatregelen ter bescherming van die 
belangen.92
                                                     
91 Van Hees 2007, p. 210. 
92 Zie ook <www.aivd.nl>. 
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Ter vervulling van deze taak houdt de AIVD zich bezig met het verzamelen en analyseren van 
inlichtingen en gegevens ter bescherming van de staatsveiligheid. De dienst vervult, zoals 
eerder gezegd, geen taken in het kader van de opsporing van strafbare feiten, aangezien er in 
Nederland een scheiding bestaat tussen het werk van inlichtingen- en veiligheidsdiensten en 
de opsporing. Dit komt tot uitdrukking in de regel dat de AIVD niet belast is met de 
opsporing (artikel 9 WIV 2002) en in het strafvorderlijk uitgangspunt dat de materiële 
waarheid moet komen vast te staan in een openbaar proces.93 Deze scheiding beoogt een 
ongewenste vermenging te voorkomen van functies en de daarbij behorende bevoegdheden, 
alsmede van de controle op de uitoefening daarvan.94
5.4 Het verstrekken van informatie door de AIVD aan het Openbaar Ministerie 
Ondanks dat de AIVD geen opsporingsbevoegdheid heeft, kan zij bij het uitvoeren van zijn 
taak op strafbare feiten stuiten. Zo verkrijgt de AIVD bij zijn taakuitvoering informatie over 
terroristische activiteiten, maar het is ook mogelijk dat de AIVD, als bijvangst, informatie 
verwerft over geheel andere categorieën van strafbare feiten. In deze gevallen bestaat voor de 
AIVD de wettelijke mogelijkheid om hierover een ambtsbericht aan het Openbaar Ministerie 
uit te brengen. De basis daarvoor wordt gevormd door de artikelen 36 en 38 WIV 2002. 
In de WIV 2002 (artikel 38) is er overigens uitdrukkelijk voor gekozen geen verplichting voor 
de AIVD te creëren om, bij het constateren van strafbare feiten, een ambtsbericht uit te 
brengen. Volgens de Memorie van Toelichting betreft het hier een discretionaire bevoegdheid 
van de betrokken minister. Het zou aan een goede taakuitvoering in de weg staan indien 
telkens van een geconstateerd strafbaar feit mededeling zou moeten worden gedaan aan het 
Openbaar Ministerie. Dit zou het eigen onderzoek van de AIVD in gevaar kunnen brengen. 
Deze bevoegdheid heeft echter ook grenzen: “Het spreekt voor zich dat als er sprake is van 
ernstige misdrijven, de ruimte om te beslissen daar vervolgens geen mededeling over te doen 
uitermate klein – zo niet nihil – wordt.95
5.5 Het gebruik van AIVD informatie als startinformatie 
De landelijke officier van justitie terrorismebestrijding ontvangt het ambtsbericht van de 
AIVD. Indien de landelijke officier van justitie de strafrechtelijke relevantie van het 
ambtsbericht heeft beoordeeld (eventueel door inzage in de achterliggende stukken op grond 
                                                     
93 Kamerstukken II 2004/05, 29 743, nr. 5, p. 2. 
94 Kamerstukken II 1997/98, 25 877, nr. 3, p. 16.  
95 Kamerstukken II 1997/98, 25 877, nr. 3, p. 58. 
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van artikel 38 lid 3 WIV 2002), wordt van het ambtsbericht een proces-verbaal opgemaakt 
door het Korps Landelijke Politiediensten.96 Langs deze weg wordt de door de AIVD 
vergaarde informatie verstrekt aan de politie. De informatie kan dan vervolgens de aanleiding 
vormen voor het beginnen van een strafrechtelijk onderzoek of een verdenking in de zin van 
artikel 27 Sv opleveren.97  
5.6 Het gebruik van AIVD informatie als bewijs 
Naast het gebruik van AIVD informatie als grond voor een verdenking of als start van een 
strafrechtelijk onderzoek, zou informatie afkomstig van de AIVD wellicht ook als 
bewijsmiddel in een strafproces gebruikt kunnen worden. Met het gebruik van AIVD 
informatie in strafzaken zullen zich dan echter problemen voordoen ten aanzien van de 
verdere controle op de betrouwbaarheid en rechtmatigheid van de betreffende informatie. 
Medewerkers van de AIVD kunnen in de meeste gevallen, in verband met bronbescherming 
en het geheim houden van de gebruikte methoden van informatievergaring, niet op de 
terechtzitting in de aanwezigheid van de verdediging worden gehoord. De WIV 2002 legt 
ook, in verband met de staatsveiligheid, in de artikelen 85 en 86 aan de betrokkenen een 
geheimhoudingsplicht op. Slechts wanneer de verantwoordelijke ministers ontheffing van de 
geheimhoudingsplicht zouden verlenen, zou de AIVD informatie voor alle partijen in het 
strafproces toetsbaar kunnen zijn. Over de vraag of en onder welke voorwaarden AIVD 
informatie als bewijsmiddel kan worden gebruikt in een strafproces, is dan ook veel discussie.  
Van Wifferen stelt dat AIVD informatie als rechtstreeks bewijsmiddel in een strafproces kan 
dienen, zolang voldoende toetsing van de juistheid van de informatie en de verkrijging 
daarvan mogelijk is.98 Deze toetsing zal volgens haar uitgevoerd dienen te worden door de 
landelijke officier van justitie aan de hand van de feiten uit het dossier. Indien de 
zittingsrechter van mening is dat de waarde van de AIVD informatie door de toetsing 
voldoende is, komt hij toe aan de beoordeling van de inhoud van deze informatie. Buruma en 
Muller zijn daarentegen geen voorstander van het gebruik van AIVD informatie als 
bewijsmiddel in strafzaken. Zij stelden dat intelligence niet alleen bestaat uit het verzamelen 
van gegevens, maar ook uit het evalueren, analyseren, selecteren, interpreteren en 
communiceren daarvan. Een strafrechter kan deze graad van interpretatie niet voor zijn 
rekening nemen, aangezien hij daarvoor niet over de benodigde expertise beschikt. Volgens 
                                                     
96 Kamerstukken II 2004/05, 29 743, nr. 7, p. 17. 
97 Hof ’s-Gravenhage 25 april 2003, LJN AF7798; Hof ’s-Gravenhage 17 januari 2003, LJN  AF3039; Rb. 
Rotterdam 31 december 2002, LJN AF2579-2581; Rb. Rotterdam 5 juni 2003, LJN AF9546. 
98 Van Wifferen 2003, p. 621. 
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Buruma en Muller kan AIVD materiaal om deze reden niet voor het strafrechtelijk bewijs 
gebruikt worden. Alleen indien een medewerker van de inlichtingendienst bereid is om een 
getuigenverklaring af te leggen, zou dit anders kunnen liggen.99
5.7 De Wet afgeschermde getuigen  
 
Om de waarde van ambtsberichten in strafrechtelijke procedures te vergroten is eind 2006 de 
Wet afgeschermde getuigen in werking getreden.100 De vergaring van inlichtingen verhoudt 
zich niet één op één met de openheid van een strafprocedure. Alleen onder geheimhouding 
kan de AIVD functioneren. De Wet afgeschermde getuigen dient ervoor om de beide 
werelden beter op elkaar aan te laten sluiten. De directe aanleiding voor het Wetsvoorstel 
vormde een uitspraak van de Rechtbank Rotterdam van 18 december 2002,101 waarin de 
rechtbank onder meer oordeelde dat het aanmerken van persoon als verdachte in de zin van 
artikel 27 Sv niet enkel gegrond mag zijn op informatie die door de AIVD aan het Openbaar 
Ministerie is verstrekt. In hoger beroep werd dit oordeel door het Hof te ’s-Gravenhage 
vernietigd.102 De Hoge Raad hield deze uitspraak vervolgens in stand.103 De Hoge Raad 
overwoog in zijn arrest dat in beginsel geen bezwaar bestaat tegen gebruik in het strafproces 
van door inlichtingen- en veiligheidsdiensten vergaard materiaal. Dergelijke informatie mag 
worden gebruikt als startinformatie in een strafvorderlijk onderzoek en mag tevens als bewijs 
in een strafzaak dienen. De Hoge Raad tekende daarbij wel aan dat de strafrechter van geval 
tot geval met de nodige behoedzaamheid zal moeten beoordelen of het materiaal gelet op de 
soms beperkte toetsbaarheid, tot bewijs kan meewerken. De Hoge Raad spreekt zich in het 
arrest uit tegen zogenaamde U-bochtconstructies: wanneer doelbewust met het oog op het 
buiten toepassing blijven van strafvorderlijke waarborgen geen opsporingsbevoegdheden 
worden aangewend teneinde gebruik te kunnen maken van door de AIVD vergaarde 
informatie, mogen de resultaten daarvan niet voor het bewijs worden gebruikt. Dit geldt ook 
indien het optreden van de AIVD een schending van de aan een verdachte toekomende 
fundamentele rechten heeft opgeleverd, van dien aard dat daarvan geen sprake meer is van 
een fair trial in de zin van artikel 6 EVRM. 
 
                                                     
99 Buruma & Muller 2003, p. 2145. 
100 Stb. 2006, 460 (i.w.tr. 1 november 2006). 
101 Rb. Rotterdam 18 december 2002, LJN AF2141. 
102 Hof ’s-Gravenhage 21 juni 2004, LJN AP2058, NJ 2004, 432. 
103 HR 5 september 2006, LJN AV4122. 
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De Wet afgeschermde getuigen is erop gericht de mogelijkheden van het gebruik van 
informatie van de AIVD in het strafproces te vergroten door de inhoud van de ambtsberichten 
van de AIVD aan het Openbaar Ministerie nader te laten toetsen.104 Hiervoor is een 
constructie gecreëerd waarin de rechter-commissaris te Rotterdam de bevoegdheid heeft, in 
het belang van de staatsveiligheid, bij een verhoor bepaalde gegevens af te schermen (artikel 
187d Sv). Tevens is in de mogelijkheid voorzien een afgeschermd getuigenverhoor af te 
nemen (artikel 226g-226m Sv). Afgeschermd, omdat zowel de zaaksofficier als de 
verdediging niet in de gelegenheid zijn het verhoor bij te wonen. Als getuigen kunnen in dit 
geval medewerkers van de AIVD worden gehoord. Aldus kan het ambtsbericht nader worden 
getoetst. Verder worden ambtsberichten ingevolge de nieuwe wet onder alle omstandigheden 
als volwaardig schriftelijk bescheid (artikel 344 Sv) aangemerkt. Daarmee is zeker gesteld dat 
een ambtsbericht bewijswaarde heeft (c.q. kan hebben). Hoe groot deze waarde in een 
concreet geval is, is aan de rechter om te beoordelen. In de Memorie van Toelichting bij de 
Wet afgeschermde getuigen is daarover gezegd dat de inhoud en controleerbaarheid van een 
ambtsbericht van dien aard is dat een veroordeling, in belangrijke mate gebaseerd op het 
ambtsbericht als enig bewijsmiddel, niet mogelijk zal zijn.105 Dit is overigens ook verankerd 
in het nieuwe artikel 344a lid 1 Sv welk in overeenstemming is met de rechtspraak van het 
Europese Hof. Ook uit diens jurisprudentie blijkt namelijk dat betrokkenheid van de verdachte 
bij het strafbare feit niet uitsluitend op anoniem bewijs mag berusten.106
 
5.8 Kritische kanttekeningen bij de Wet afgeschermde getuigen 
 
Overigens zijn er een aantal kritische kanttekeningen gemaakt bij de nieuwe Wet 
afgeschermde getuigen. Zo heeft De Roos er weinig vertrouwen in dat de Wet afgeschermde 
getuigen een doorbraak zal opleveren gezien de vele beperkingen die in die wet zijn 
vastgelegd. Naast het feit dat de verdediging geen kennis kan nemen kan nemen van de wijze 
waarop de getuige zijn antwoorden precies formuleert (de getuige wordt immers buiten 
aanwezigheid van de verdediging en de officier van justitie gehoord door de rechter-
commissaris), kunnen vragen door de rechter-commissaris worden belet en ook kan deze 
bepaalde vragen en antwoorden uit het proces-verbaal weglaten indien hij meent dat de 
staatsveiligheid anders in gevaar komt. Bovendien heeft de afgeschermde getuige nog steeds 
                                                     
104 Beijer 2006, p. 959-960. 
105 Kamerstukken II 2003/04, 29 743, nr. 3, p. 4. 
106 EHRM 23 april 1997, NJ 1997, 635. 
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het recht zich te beroepen op de geheimhoudingsplicht die aan zijn aanstelling bij de AIVD is 
verbonden en ook heeft hij (ingevolge artikel 226j lid 3 Sv) een ultiem vetorecht. Slechts 
indien de getuige zich in de inhoud van het proces-verbaal kan vinden, mag het proces-
verbaal aan de verdediging worden verstrekt. De Roos noemde het uitgangspunt van deze wet 
(dat bij de inlichtingendiensten werkzame personen die betrokken zijn bij de verwerking van 
de in het veld verzamelde gegevens in beginsel als getuigen kunnen worden gehoord in het 
strafproces) dan ook “onrealistisch”.107  
Buruma vermoedt dat de wet onbedoelde neveneffecten zal hebben.108 Hij is bang dat de 
AIVD nog spaarzamer dan voorheen informatie aan politie en Openbaar Ministerie zal 
doorgeven nu dit tot gevolg kan hebben dat de advocatuur de medewerkers van de AIVD 
uitvoerig kan laten horen. Buruma merkt overigens op dat hij daar niet echt om kan treuren 
omdat de AIVD nu eenmaal geen dienst is die de misdaden uit het verleden moet oplossen, 
maar een dienst is die het kwaad van de toekomst moet helpen voorkomen. 
Ik ben van mening dat zowel De Roos als Buruma een punt hebben met hun kanttekeningen. 
Ik zie vooral in de vele beperkingen die in de nieuwe wet zijn vastgelegd, een beletsel om het 
doel van deze wet, namelijk de waarde van ambtsberichten in strafrechtelijke procedures 
vergroten, te kunnen realiseren. 
 
5.9 De AIVD en Straatsburg 
 
Het EHRM heeft in verschillende zaken aangegeven het bestaan van een inlichtingendienst in 
een democratie te accepteren. Voorwaarde daarbij is dat deze alleen strikt noodzakelijke 
macht uitoefent. In Rotaru v. Roemenië oordeelde het Hof: “While the Court recognizes that 
intelligence services may legitimately exist in a democratic society, it reiterates that powers of 
secret surveillance of citizens are tolerable under the Convention only in so far as strictly 
necessary for safeguarding the democratic institutions”.109 Ook in Klass en anderen v. 
Duitsland bepaalde het Hof: “Powers of secret surveillance of citizens, characterising as they 
do the policy state, are tolerable under the Convention only in so far as strictly necessary for 
safeguarding the democratic institutions”.110
 
                                                     
107 De Roos 2006, p. 81-113. 
108 Buruma 2006, p. 1823. 
109 EHRM 4 mei 2000, nr. 28341/95, par. 47 (Rotaru v. Roemenië). 
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 5.10 Concluderend 
 
De AIVD kan bij het uitvoeren van haar taak gemakkelijk op informatie stuiten die van 
belang is voor de opsporing en vervolging van strafbare feiten. Nadat eerst de landelijke 
officier van justitie terrorismebestrijding via een ambtsbericht op de hoogte wordt gesteld en 
deze de informatie heeft beoordeeld, kan op diens verzoek de informatie eventueel aan de 
politie worden verstrekt middels een proces-verbaal. Dit kon tot voor kort de aanleiding 
vormen voor het beginnen van een strafrechtelijk onderzoek of een verdenking in de zin van 
artikel 27 Sv. Ondanks het feit dat een volledige toetsing door de rechter en verdediging in 
verband met bronafscherming en staatsveiligheid niet mogelijk is, lijkt mij dit niet in strijd te 
komen met het recht op een eerlijk proces omdat een marginale toetsing in dit geval volstaat 
(zie ook mijn conclusie in hoofdstuk 3 en 4 bij respectievelijk CIE-info en MMA-info). 
 
De Wet afgeschermde getuigen en de uitspraak van de Hoge Raad van 5 september 2006 
hebben sinds kort openingen gegeven om ambtsberichten van de AIVD ook voor het bewijs te 
gaan gebruiken. In het kader van het recht op een eerlijk proces heb ik hier mijn bedenkingen 
bij, met name vanwege het ontbreken van de mogelijkheid van een volledige toetsing door de 
verdediging. In het volgende hoofdstuk ga ik hier verder op in en bekijk ik aan de hand van 



















Voor de Nederlandse rechtspraktijk is de jurisprudentie van het Europese Hof voor de 
Rechten van de Mens (EHRM) van wezenlijk belang.111 In dit hoofdstuk zal ik uiteenzetten 
wat de visie is van het EHRM met betrekking tot het gebruik van de anonieme tip in het 
strafproces. Aan de orde komt de vraag of het EHRM anonieme tips c.q. informatie afkomstig 
uit geheime bronnen toestaat in het strafproces en op welke manier het mag worden gebruikt. 
Aan de hand hiervan zal ik vervolgens concluderen hoe het gebruik van de anonieme tip zoals 
die in het Nederlandse strafprocesrecht plaatsvindt, zich verhoudt tot het recht op een eerlijk 
proces. 
 
6.2 Gebruik van informatie uit geheime bronnen als basis voor de verdenking 
 
Allereerst merk ik op dat de jurisprudentie van het EHRM een sterk casuïstisch karakter heeft. 
Het Hof oordeelt alleen in concrete zaken die aan hem worden voorgelegd. Bovendien laat het 
zich niet uit over de schuld of onschuld van een verdachte en over het bewijs. Alleen de 
eerlijkheid van de procedure als geheel wordt door het Hof beoordeeld.112  
 
Het EHRM heeft in verschillende zaken aangegeven het bestaan van een inlichtingendienst in 
een democratie te accepteren.113 Uit de jurisprudentie is tevens af te leiden dat het EHRM 
inlichtingen in het strafproces toestaat. Het Hof overwoog bijvoorbeeld in de zaak Fox, 
Campbell en Hartley v. het Verenigd Koninkrijk dat het gebruik voor het bewijs van 
informatie afkomstig van geheime bronnen toegestaan kan zijn.114 De centrale vraag in deze 
zaak was of er een reasonable suspicion was in de zin van artikel 5 lid 1 sub c EVRM terwijl 
de geheime bronnen waar de informatie uit afkomstig was, niet werden geopenbaard. Het Hof 
oordeelde dat het niet noodzakelijk was dat alle informatie moest worden openbaard. Hierbij 
                                                     
111 Het EVRM en EHRM fungeren in het kader van de Raad van Europa. De landen die lid zijn van deze Raad 
zijn dus gebonden aan het EVRM en aan de jurisprudentie van het EHRM. Uitspraken van het EHRM zijn 
bindend voor de betreffende lidstaat ingevolge artikel 46 EVRM. 
112 Alink & Van Zeben 2007, p. 2. 
113 Zie hiervoor onder 5.9. 




stelde het wel een grens: als de verdenking enkel gebaseerd is op geheime informatie, dan 
moet er volgens het Hof ten minste iets daarvan worden geopenbaard. In casu was dat niet 
gebeurd en daarom was er onvoldoende grond voor de verdenking in de zin van artikel 5 lid 1 
sub c EVRM. In de zaak O’Hara herhaalde het Hof de redenering dat als alle informatie 
geheim is, ten minste enig materiaal dient te worden geopenbaard waar de verdenking van 
artikel 5 lid 1 sub c EVRM op gebaseerd is.115 Tot slot kan de zaak Danov v. Bulgarije 
worden genoemd.116 De politie had unverified intelligence data ontvangen en op grond van 
die inlichtingen werd verzoeker gevangen gehouden. De inhoud van die inlichtingen was wel 
geopenbaard, maar openbaarmaking van de bron weigerde de politie. De vraag was nu of er 
voldoende grond was voor rechtmatige gevangenhouding. Het Hof vond van wel. Het was van 
oordeel dat de vervolgende autoriteit binnen zijn bevoegdheid en in overeenstemming met de 
wet had gehandeld door verzoeker gevangen te nemen op grond van de ontvangen informatie. 
 
In de hierboven besproken zaken ging het steeds om een mogelijke schending van artikel 5 
EVRM. Die zaken zijn aangehaald omdat het Hof zich daarin het duidelijkst heeft uitgelaten 
over inlichtingen in het strafproces. Hierna zal aan de orde komen hoe het Hof aankijkt  tegen 
het gebruik van inlichtingen als bewijs en hierin komt artikel 6 EVRM (veel) meer naar 
voren. 
 
6.3 Anonieme informatie als bewijs in het strafproces 
 
Uit het Doorson-arrest117 blijkt dat het EHRM toestaat dat anonieme getuigenverklaringen 
voor het bewijs worden gebezigd. Het EHRM overweegt daarbij wel dat het bewijs niet 
uitsluitend of in beslissende mate mag worden gebaseerd op anonieme verklaringen, maar 
gebruiken voor het bewijs mag dus. 
 
Een oordeel over de assessment van het bewijs zal het EHRM niet geven, dat is aan de 
nationale rechter. Het Hof beoordeelt of de procedure in zijn geheel eerlijk is geweest 
(“including the way in which evidence was taken”). 
Bij beoordeling of er sprake is geweest van een eerlijke procesvoering toetst het EHRM aan 
artikel 6 EVRM. De volgende componenten daarvan zijn in dit kader van belang: 1. “an 
                                                     
115 EHRM 16 oktober 2001, LJN AE1697 (O’Hara v. het Verenigd Koninkrijk). 
116 EHRM 26 oktober 2006, nr. 56796/00 (Danov v. Bulgarije). 
117 EHRM 26 maart 1996, NJ 1996, 741 (Doorson v. Nederland). 
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adversarial trial”, 2. “equality of arms” en 3. “an adequate and proper opportunity to 
challenge and question a witness against him”. Dit houdt in dat er een procedure op 
tegenspraak moet plaatsvinden en dat de verdediging de mogelijkheid moet hebben om kennis 
te nemen van de stukken die voor het bewijs worden gebruikt.118 De verdediging mag hierbij 
niet worden achtergesteld ten opzichte van de aanklager.119 Voorts zal zowel het belastende 
als het ontlastende materiaal door de verdediging moeten kunnen worden getoetst.120 Tot slot 
dient een getuige die belastend heeft verklaard ten aanzien van een verdachte, door de 
verdediging effectief te kunnen worden ondervraagd.121
 
Deze rechten zijn echter volgens het Hof niet absoluut. Er dient een afweging te worden 
gemaakt tussen de betrokken belangen. Het Hof heeft in zijn jurisprudentie verschillende 
belangen erkend die onder bepaalde omstandigheden grond kunnen zijn voor het niet 
openbaren van bepaalde bronnen, hetgeen beperking van de verdedigingsrechten inhoudt. 
Door het Hof genoemde belangen zijn o.a. het belang om getuigen te beschermen122 en het 
opsporingsbelang.123
 
6.4 De belangenafweging van het EHRM 
 
Bij de beoordeling of die belangenafweging voldoet aan de eisen van een eerlijk proces speelt 
een aantal factoren een rol. Zo is de waarde van de informatie voor het bewijs van invloed op 
hoe strikt het EHRM toetst aan de eisen van een eerlijk proces.124 Zowel voor afgeschermde 
informatie als anonieme bronnen geldt dat er meer eisen worden gesteld aan de toetsbaarheid 
van die informatie als deze meewerkt tot het bewijs. Hoe belangrijker zij zijn voor de 
bewijsvoering, des te hoger zullen de eisen zijn. 
Een volgende factor die van invloed is, is de mate waarin er sprake van een counterbalancing 
procedure. Dit houdt in dat er factoren zijn in het strafproces die de beperking van de 
verdedigingsrechten compenseren. In Doorson125 ging het daarbij om anonieme getuigen: 
                                                     
118 EHRM 16 februari 2000, nr. 29777/96 (Fitt v. het Verenigd Koninkrijk); EHRM 28 juni 2001, nr. 37292/97 
(F.R. v. Zwitserland). 
119 Zie o.a. EHRM 28 juni 2001, nr. 37292/97 (F.R. v. Zwitserland). 
120 EHRM 16 februari 2000, nr. 27052/95 (Jasper v. het Verenigd Koninkrijk). 
121 EHRM 23 april 1997, NJ 1997, 635 (Van Mechelen v. Nederland) en EHRM 20 november 1989, NJ 1990, 
245 (Kostovski v. Nederland). 
122 Zie o.a. EHRM 26 maart 1996, NJ 1996, 741 (Doorson v. Nederland). 
123 EHRM 15 juni 1992, NJ 1993, 711 (Lüdi v. Zwitserland). 
124 EHRM 16 februari 2000, nr. 29777/96 (Fitt v. het Verenigd Koninkrijk). 
125 EHRM 26 maart 1996, NJ 1996, 741 (Doorson v. Nederland). 
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“The maintenance of the anonymity of the witnesses Y.15 and Y. 16 presented the defence 
with difficulties which criminal proceedings should not normally involve. Nevertheless, no 
violation of Article 6 para.1 taken together with Article 6 para. 3(d) of the Convention can be 
found if it is established that the handicaps under which the defence laboured were 
sufficiently counterbalanced by the procedures followed by the judical authorities”. 
 
Er zijn wel grenzen aan de mogelijkheden om de beperkingen van verdediging te 
compenseren. In een aantal zaken tegen Nederland heeft het EHRM geoordeeld dat de 
verdedigingsrechten in zulke mate beperkt waren, dat de procedure niet voldoende 
counterbalanced kon zijn.126 In Kostovski bijvoorbeeld oordeelde het Hof dat een 
veroordeling niet in beslissende mate op anonieme getuigenverklaringen mocht worden 
gebaseerd. 
 
In de zaak Kostovski heeft het Hof overigens ook geoordeeld dat strijd tegen de 
georganiseerde criminaliteit kan vragen om doeltreffende maatregelen, zoals het gebruik van 
anonieme getuigenverklaringen in het strafproces. Het Hof maakt daarbij de kanttekening dat 
er een verschil bestaat tussen het gebruik van deze verklaringen in de onderzoeksfase en het 
gebruik ervan als bewijs. Dit is een belangrijke vaststelling, met name in het licht van het feit 
van de laatste ontwikkelingen in Nederland met de uitspraak van de Hoge Raad in 2006 dat 
AIVD informatie voor het bewijs gebruikt kan worden.127 Ik concludeer hieruit dat als 
geheime informatie als bewijs wordt gebezigd dat eerder in strijd is met het recht op een 
eerlijk proces, dan als dat materiaal in de onderzoeksfase wordt gebruikt. 
 
6.5 Compensatie in kader van counterbalancing 
 
Het EHRM vindt de compensatie die de procedure voldoende counterbalanced kan maken 
onder andere in de rol van de rechter. De rechter dient kennis te nemen van de 
achtergehouden informatie en dient voortdurend te toetsen of de verdediging door het 
achterhouden van die informatie niet op onaanvaardbare wijze in haar rechten wordt beperkt. 
In het Kostovski-arrest heeft het EHRM aangegeven dat handicaps van de verdediging bij het 
                                                     
126 EHRM 20 november 1989, NJ 1990, 245 (Kostovski v. Nederland); EHRM 23 april 1997, NJ 1997, 635 (Van 
Mechelen v. Nederland). 
127 Zie hiervoor onder 5.6 en 5.7. 
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ondervragen van anonieme getuigen kunnen worden gecompenseerd door een zorgvuldige 
rechterlijke toetsing. 
Ook de opstelling van de verdediging en de justitiële autoriteiten is van invloed op de vraag of 
er sprake is van een eerlijk proces.128 Het gaat tenslotte om de verwezenlijking van een 
verdragsrecht. Dit blijkt ook uit de zaak S.N. v. Zweden.129 In deze zaak ging het om een 
klager die veroordeeld was wegens seksueel vergrijp gepleegd tegen een minderjarige. De 
veroordeling was in feite gebaseerd op alleen de verklaringen van die minderjarige. Door 
klager werd de stelling betrokken dat artikel 6 EVRM was geschonden en wel om twee 
redenen. De eerste was dat de raadsman niet bij het (tweede) verhoor door de politie aanwezig 
was geweest en dus de getuige niet rechtstreeks had kunnen ondervragen. De tweede door 
klager aangevoerde grond was dat hij de getuige niet ter zitting in eerste aanleg en in appel 
rechtstreeks had kunnen ondervragen. Beide klachten haalden het niet. De eerste werd 
ongegrond verklaard omdat de raadsman er zelf voor had gekozen om niet aanwezig te zijn. 
De tweede klacht haalde het niet omdat het EHRM artikel 6 lid 3 sub d EVRM zo uitlegt dat 
niet in alle gevallen de raadsman en zijn verdachte er recht op hebben om de getuige in een 
rechtstreekse confrontatie te ondervragen. Het EHRM lijkt bij de overweging om de klacht af 
te wijzen de nadruk te hebben gelegd op de ratio van het ondervragingsrecht: namelijk het 
toetsen van de betrouwbaarheid van de getuige. Wanneer deze zijn verklaringen heeft 
afgelegd in een setting waarin noch de verdachte noch zijn verdediging en ook de rechter niet 
betrokken is geweest, dan wordt het wel bijzonder lastig om de betrouwbaarheid te toetsen 
maar het is (blijkbaar) niet onmogelijk. In de onderhavige zaak vond het EHRM de 
compensatie voldoende: ter zitting was de videoband van het eerste verhoor voorgelezen, was 
de audioband van het tweede verhoor afgespeeld en was het proces-verbaal voorgelezen. Dat 
was volgens het EHRM voldoende voor de verdediging om de betrouwbaarheid te toetsen. 
Daarnaast wordt van de rechter vereist dat hij het bewijs dat tot stand is gekomen zonder dat 
sprake is geweest van een verhoor ten overstaan van de rechter of van een verhoor buiten 
afwezigheid van de verdachte en zijn verdediging, uiterst behoedzaam gebruikt. Dat een en 
ander hier gebeurd was, bleek volgens het EHRM uit de omstandigheid dat de verdachte ook 
voor een deel was vrijgesproken omdat de rechter het bewijs niet in al zijn onderdelen 
overtuigend achtte. In de annotatie bij deze uitspraak worden wat vraagtekens gezet. Het ging 
hier om een zaak waarin het bewijs nagenoeg uitsluitend was gebaseerd op de verklaringen 
van de getuige die tevens een minderjarig slachtoffer was, en die buiten de verdachte en zijn 
                                                     
128 Alink & Van Zeben 2007, p. 33. 
129 EHRM 2 juli 2002, LJN AF0932, m.nt. Mols (S.N. v. Zweden). 
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verdediging om alleen door de politie was gehoord. In die zaken waarin dit soort bewijs een 
doorslaggevende rol speelt, wordt aan de compensatie hoge eisen gesteld. Dit blijkt uit 
eerdere uitspraken met betrekking tot anonieme getuigen.130 Er wordt door de annotator 
geopperd of de theorie van de communicerende vaten (hoe zwaarder de verklaring de 
veroordeling beïnvloedt, hoe meer compensatie er moet zijn) wellicht niet opgaat voor 
getuigen-slachtoffers. Daar zou wat voor te zeggen zijn, met name wanneer de identiteit van 
het slachtoffer bekend is. Via het inschakelen van terzake deskundigen of het als getuige 
horen van de verhorende ambtenaar van politie of het horen van personen die iets meer over 
het slachtoffer kunnen verklaren, kan (meer) duidelijkheid worden verkregen omtrent de 
betrouwbaarheid van het slachtoffer. Deze instrumenten staan minder gemakkelijk ter 
beschikking als de identiteit van de getuige niet bekend is. Verder blijkt uit de dissenting 
opinion bij deze uitspraak dat er geen unanimiteit was. De concurring opinion stelde 
bovendien de kwestie van de doorslaggevende betekenis van de verklaringen voor het bewijs 
aan de orde. Zo kan eenvoudig worden vastgesteld dat er over de uitkomst van deze casus ook 
anders kan worden gedacht. En dat voedt volgens de annotator (en ondergetekende) weer de 
idee dat over de rechten van de verdediging in relatie tot de bescherming van getuigen het 
laatste woord nog lang niet is gezegd. Dit blijkt uit ook een uitspraak van de Hoge Raad een 
jaar later (2003).131 In dit arrest laat de Hoge Raad zich kritisch uit over de beperking van het 
ondervragingsrecht bij het verhoor van een minderjarige in ontuchtzaken. Bewijs op basis van 
tegenover de politie afgelegde verklaringen van het vijfjarige jongetje en zijn oma, terwijl de 
verdachte niet de gelegenheid heeft gehad het slachtoffer te ondervragen, achtte de Hoge 
Raad in het licht van het EVRM ontoereikend voor een veroordeling. Omdat in een 
soortgelijke zaak het Europese Hof eerder had geoordeeld (zoals hierboven uiteengezet) dat 
het gebruik van de door de minderjarige afgelegde verklaring niet in strijd was met het 
ondervragingsrecht van artikel 6 lid 3 sub d EVRM komt de vraag op of de Hoge Raad 
wellicht op een ander spoor zit dan het Europese Hof. Schalken vindt dat dit niet uit deze 
zaken geconcludeerd kan worden. Er zijn in beide zaken namelijk belangrijke verschillen. Zo 
waren in de Zweedse zaak (anders dan in de Nederlandse zaak) de beeld- en geluidsopnamen 
ter terechtzitting vertoond c.q. ten gehore gebracht, zodat zowel de rechters als de verdediging 
zelf de betrouwbaarheid van de afgelegde verklaringen en de gang van zaken bij de 
ondervraging hadden kunnen beoordelen. Zoals hierboven vermeld heeft het Hof daarnaast in 
de Zweedse zaak ook vastgesteld dat uitzonderlijke behoedzaamheid was betracht bij de 
                                                     
130 Zie hiervoor onder 6.3 en 6.4. 
131 HR 20 mei 2003, NJ 2003, 672, m.nt. Schalken. 
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beoordeling van de getuige (hetgeen volgens het Hof bleek uit de omstandigheid dat de 
verdachte ook voor een deel was vrijgesproken omdat de rechter het bewijs niet in al zijn 
onderdelen overtuigend achtte). Verder blijkt uit de Zweedse zaak dat de vraag of er voor het 
gemankeerde recht op ondervraging voldoende compensatie is geboden, een rechtsvraag is die 
niet helemaal losstaat van de vraag of de raadsman zich wel voldoende inspanningen heeft 
getroost om het ondervragingsrecht veilig te stellen. Gezien de verschillen in beide zaken 
mogen er volgens Schalken dus geen overhaaste conclusies worden getrokken. Schalken wijst 
in zijn noot echter nog wel op één essentieel onderdeel waar de rechtspraak van de Hoge Raad 
minder zware eisen stelt dan het Europese Hof doet. Volgens het Hof mag een 
bewezenverklaring niet “solely, mainly or to a decisive degree” berusten op de verklaring van 
een getuige indien de verdediging deze niet “adequat and proper” heeft kunnen ondervragen. 
Dat geldt dus zeker in het geval de veroordeling is gebaseerd op de belastende verklaring van 
één getuige. De Hoge Raad daarentegen stelt als eis dat de bewezenverklaring bij een niet 
ondervraagde getuige “in voldoende mate” moet steunen op ander bewijs, hetgeen niet uitsluit 
dat het bewijsoordeel toch “to a decisive degree” op de verklaring van die getuige is 
gebaseerd. De afgezwakte eis van de Hoge Raad heeft volgens Schalken geleid tot 
beslissingen die in strijd met het EVRM kunnen worden geoordeeld. Ik persoonlijk denk dat 
Schalken hier een punt heeft. 
  
Terrorisme wordt door het Hof erkend als bijzondere categorie. Dit kan in sommige gevallen 
een reden zijn waardoor de afweging tussen het beschermen van de democratie en de 
bescherming van rechten van individuen anders uitvalt. Het EHRM heeft zich o.a. in de zaak 
O’Hara132 op het standpunt gesteld dat juist bij (verdenking van) terroristische misdrijven het 
belang van afscherming van vertrouwelijke bronnen grenzen stelt aan de 
informatieverstrekking aan verdachte en rechter. 
 
 
6.6 Betekenis voor de Nederlandse rechtspraktijk 
 
Uit Doorson v. Nederland133 blijkt dat het gebruik van anonieme informanten in de 
opsporingsfase in de ogen van het EHRM geen probleem is. Dreigende schending van artikel 
6 EVRM is pas aan de orde als de informatie als bewijs gebruikt wordt. 
                                                     
132 EHRM 16 oktober 2001, LJN AE1697 (O’Hara v. het Verenigd Koninkrijk). 
133 EHRM 26 maart 1996, NJ 1996, 741 (Doorson v. Nederland). 
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 De door de Hoge Raad gegeven uitspraak dat ambtsberichten van de AIVD ook als bewijs in 
het strafproces mag worden gebruikt, is (nog) niet aan het EHRM voorgelegd. De zienswijze 
van het EHRM moet dus worden afgewacht maar ik kan me voorstellen dat het van zaak tot 
zaak verschilt in hoeverre het EHRM hierin meegaat. Uit het voorgaande is gebleken dat het 
recht op openbaring van het bewijsmateriaal niet absoluut is en dat beperkingen zijn 
toegestaan. In geval van ambtsberichten is er enerzijds het belang van geheimhouding van 
opsporingsmethoden en van bescherming van getuigen vanwege de nationale veiligheid en 
anderzijds heeft de verdediging recht op een eerlijk proces en dus op openbaarmaking van het 
bewijsmateriaal. Het EHRM heeft bepaald dat het eerstgenoemde belang onder 
omstandigheden kan prevaleren boven het tweede belang. Het gebruik van ambtsberichten 
voor het bewijs zou dus kunnen worden toegestaan door het EHRM. Daar zal dan wel 





Uit de jurisprudentie van het EHRM kan worden afgeleid dat het gebruik van informatie uit 
anonieme bronnen in het opsporingsonderzoek wordt geaccepteerd. Deze informatie (of het 
nu komt van de CIE of MMA) kan dus in beginsel wel als start- en/of sturingsinformatie 
worden gebruikt. Het oordeel van de Hoge Raad dat ook ambtsberichten van de AIVD het 
begin van opsporing en een verdenking kunnen vormen, stemt overeen met de Straatsburgse 
jurisprudentie op dit punt. Hoe het EHRM tegenover het oordeel van de Hoge Raad zal staan 
dat deze ambtsberichten ook als bewijs kunnen dienen, is echter (nog) niet bekend. De 
jurisprudentie van het EHRM lijkt hier in beginsel wel ruimte voor te bieden maar dan dient 
er echter wel compensatie te zijn voor de beperkingen van de verdedigingsrechten. Het 
EHRM staat beperkingen op verschillende aspecten van het fair trial-beginsel toe. Als er in 
een strafproces sprake is van conflicterende belangen maakt het Hof een afweging daartussen. 
Terrorisme wordt daarbij erkend als bijzondere categorie.134 Het belang van de 
staatsveiligheid of van de bescherming van de democratie kan prevaleren boven het belang 
van de verdediging bij openbaarmaking van het bewijsmateriaal en het effectief kunnen 
                                                     
134 Zie EHRM 29 november 1988, NJ 1989, 815 (Brogan en anderen v. het Verenigd Koninkrijk) en EHRM 30 
augustus 1990, nr. 12244/86, 12245/86. 12383/86, Series A, 182 (Fox, Campbell en Hartley v. het Verenigd 
Koninkrijk). 
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ondervragen van een getuige. De afweging moet desalniettemin binnen de grenzen van het 
EVRM worden gemaakt. Het mag er niet toe leiden dat het proces in zijn geheel oneerlijk is 
geweest. Dit eindoordeel over de eerlijkheid van het proces is afhankelijk van de aanwezige 
compensatie, de waarde van het materiaal voor het bewijs, de opstelling van de verdediging 
en justitie en tot slot het al dan  niet voorhanden zijn van steunbewijs. De toekomst zal 
moeten uitwijzen hoe dit in de praktijk uitpakt. De Nijmeegse hoogleraar strafrecht Van 
Kempen heeft er een hard hoofd in en concludeerde al eens dat bemoeienis van 
veiligheidsdiensten met de strafrechtspleging het aanzienlijke risico meebrengt dat een 
veroordeling in een strafproces niet conform artikel 6 EVRM valt te realiseren zonder 























                                                     




In het kader van de bestrijding van de georganiseerde criminaliteit is het vergaren en 
verzamelen van informatie in de loop der tijd steeds belangrijker geworden. Gezien het feit 
dat criminelen in dezelfde loop der tijd zich steeds meer hebben georganiseerd en meer en 
meer mogelijkheden hebben gekregen om zich beter te wapenen tegen politie en justitie, is het 
voor de politie tegelijkertijd echter ook steeds lastiger geworden om informatie te verkrijgen. 
Dit heeft ertoe geleid dat er steeds vaker aan de burger gevraagd wordt om te helpen bij het 
opsporen van strafbare feiten. De burger is gelukkig vaak best genegen om politie en justitie 
te helpen maar uit angst voor represailles wil de burger niet altijd met naam en toenaam 
bekend worden. Het bieden van anonimiteit aan de burger zorgt ervoor dat de informatie 
ondanks die angst toch wordt gegeven. Het aanpakken van (met name) de zwaardere vormen 
van criminaliteit is in de tegenwoordige tijd welhaast onmogelijk zonder gebruikmaking van 
anonieme tips. Het is derhalve een zeer waardevol middel om greep te blijven houden op de 
criminaliteit. Het gebruik van anonieme tips is daardoor zowel noodzakelijk als wenselijk te 
noemen. Het mag echter niet ten koste gaan van het recht op een eerlijk proces zoals 
vastgelegd in artikel 6 EVRM. 
 
In Nederland kan een anonieme tip via de CIE, MMA of de AIVD het strafproces 
binnenkomen. Uit de jurisprudentie blijkt dat door zowel de Hoge Raad als het EHRM het 
gebruik van de anonieme tip als start- en sturingsinformatie voor een opsporingsonderzoek 
wordt geaccepteerd. De jurisprudentie van het EHRM laat in beginsel ook ruimte voor het 
gebruik van anonieme tip voor het bewijs. Het EHRM heeft daarbij echter nadrukkelijk 
aangegeven dat dit eerder in strijd is met het recht op een eerlijk proces dan indien het in de 
onderzoeksfase wordt gebruikt. 
 
Gezien de uitspraak van de Hoge Raad op 5 september 2006 dat ambtsberichten van de AIVD 
ook voor het bewijs mogen worden gebruikt, lijkt er ook in Nederland een omslag op komst, 
mede ook doordat de Wet afgeschermde getuigen in werking is getreden. In deze Wet is een 
constructie gecreëerd om de informatie van de AIVD via de RC nader te kunnen toetsen. 
Desalniettemin is naar mijn mening sprake van een beperking van de 
onderzoeksmogelijkheden door de verdediging. Daarbij komt dat inlichtingen- en 
veiligheidsdiensten een hele andere taak kennen dan de politie en het Openbaar Ministerie en 
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dat het handelingen van de AIVD niet is omringd met dezelfde waarborgen als het handelen 
van de politie en het Openbaar Ministerie. De AIVD beschermt de staatsveiligheid en heeft 
daartoe vergaande bevoegdheden, waar geen rechterlijke controle op is. Daar is bewust voor 
gekozen. Het strafrecht dient een heel ander doel. De overheid heeft strafvorderlijke 
bevoegdheden om strafbaar gedrag van burgers te corrigeren. Die bevoegdheden zijn 
ingrijpend en daarom zijn zij steeds omgeven door procedurele waarborgen. Voorts houdt de 
zorgvuldige vastlegging van bevoegdheden in de wet tegelijkertijd bescherming tegen 
ongeoorloofd overheidsoptreden in. In het kader van het werk van de AIVD gelden deze 
waarborgen niet. 
De wens om AIVD informatie ook als bewijs in het strafproces te willen inbrengen valt te 
begrijpen. In de zaken waar dit in rol speelt (denk met name aan terrorismeprocessen) is er 
immers vaak weinig bewijsmateriaal voorhanden. Ik ben alleen van mening dat de domeinen 
te veel van elkaar verschillen om het gebruik van AIVD-informatie als bewijs in het 
strafproces toe te staan. Indien volledige toetsing mogelijk zou zijn, zou dit misschien anders 
liggen maar dit is (ook met de inwerkingtreding van de nieuwe Wet afgeschermde getuigen) 
niet het geval. 
 
Op de vraag in hoeverre de anonieme tip in het Nederlandse strafprocesrecht wordt gebruikt, 
luidt mijn antwoord dat de anonieme tip met name dienst doet als start- en/of 
sturingsinformatie van opsporingsonderzoeken. Sinds de uitsprak van de Hoge Raad in 2006 
is er echter een ontwikkeling op gang om informatie van de AIVD ook voor het bewijs te 
gaan gebruiken. 
Het gebruik van de anonieme tip zoals dit in het Nederlandse strafprocesrecht gebeurt, kan in 
beginsel door de Straatburgse beugel. Jurisprudentie van het EHRM wijst dit uit. Ook voor 
het gebruik van AIVD informatie voor het bewijs is volgens jurisprudentie van het EHRM 
onder bepaalde omstandigheden wel ruimte.  
 
Mijn eigen mening is echter dat we deze laatste ingeslagen weg niet moeten bewandelen. 
Anonieme tips gebruiken voor de start van een opsporingsonderzoek is prima, maar het 
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