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DIRECCIÓN IP: Significa dirección de Protocolo de Internet, y es un identificador 
único de redes locales o globales, que es asignado para cada miembro de internet 
ya sea una computadora, un sitio, un servidor, etc. 
DNS (DOMAIN NAME SYSTEM): Significa Sistemas de Nombre de Dominios, y su 
tarea es vincular la dirección IP con un dominio alojado en un servidor. Esto 
simplifica el trabajo, de no existir tendríamos que teclear la dirección IP de un sitio 
web en vez de ingresar el nombre de la página como se hace actualmente. 
 
EIGRP: Este término se traduce como Protocolo de Enrutamiento de Puerta de 
Enlace Interior Mejorado, fue patentado por Cisco y se encarga básicamente de 
calcular la ruta optima a un destino evitando el 100% de bucles de red. 
 
LOOPBACK: Es una interfaz virtual de red, que utiliza direcciones para comunicar 
dispositivos consigo mismo. Se utiliza con fines de diagnóstico y resolución de 
problemas, y para revisar la validez en los protocolos de comunicación.  
 
OSPF (Open Shortest Path First): Es el protocolo de enrutamiento más ampliamente 
utilizado, y que se traduce como: “Abrir la ruta más corta primero”, y su función es 
esencialmente esa. OSPF traza un mapa de la interconexión de redes y después 
























En el presente proyecto de ingeniería electrónica se configuran dos escenarios de 
conmutación y enrutamiento de redes, con ayuda del software Packet Tracer de 
CISCO. Todo esto como parte de la prueba de habilidades practicas del diplomado 
CCNP.  
 
En el primer ejercicio se realizan configuraciones básicas a los routers según la 
topología planteada, se crean interfaces Loopback y se redistribuyen las rutas con 
ayuda del protocolo EIGRP en OSPF. En el segundo escenario se parametrizan los 
switches, se configuran los puertos de los canales y las VLAN según las tablas 
establecidas.  
 









In this electronic engineering project, two network switching and routing scenarios 
are configured with the help of CISCO's Packet Tracer software. All this as part of 
the CCNP course practical skills test. 
 
In the first exercise, basic configurations are made to the routers according to the 
proposed topology, loopback interfaces are created and the routes are redistributed 
with the help of the EIGRP protocol in OSPF. In the second scenario, the switches 
are parameterized, the channel ports and VLANs are configured according to the 
established tables. 
 













El diplomado CCNP (Cisco Certified Network Professional) ofrecido por CISCO, 
permite profundizar en el conocimiento de habilidades para el enrutamiento y 
conmutación, para las tecnologías de redes. El profesional en CCNP routing and 
switching posee las capacidades para instalar, configurar y diagnosticar redes 
amplias, a la vez que cuida la seguridad, calidad y mantiene la convergencia. 
 
En este proyecto se trabajaron dos escenarios muy comunes en redes, en el primero 
se analizó el protocolo EIGRP (Enhanced Interior Gateway Routing Protocol) y 
OSPF (Open Shortest Path First), la utilidad de estos radica en que establecen como 
puede realizarse la comunicación entre routers y switches de forma eficiente en 
redes de gran tamaño. 
 
En un segundo escenario se realiza La configuración de un EtherChannel con los 
protocolos PAgP (Port Aggregation Protocol)  y LACP (Link Aggregation Control 
Protocol) pese a algunas pequeñas diferencias estos tienen como función agrupar 
puertos con características similares, ya sea por velocidad, troncales o porque son 
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Figura 2. Simulación del escenario 1. 
 
 
1.1.   Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los routers. 
Configurar las interfaces con las direcciones que se muestran en la topología de 
red. 
 
Se procede a configurar los para metros iniciales en R1, R2, R3, R4 y R5  
Se realiza configuración de interfaces en cada router, configuración del protocolo 
OSPF en R1, R2 y R3 y protocolo EIGRP AS 15 en R4 y R5. 
 




Router>enable                                                                    Ingreso a modo privilegiado 
Router#conf t                                                                      Ingreso a modo de configuración  
Router(config)#hostname R1                                             Se asigna nombre a l router 
R1(config)#no ip domain-lookup                                       Desactivar IP DNS 
R1(config)#line con 0                                                         Ingreso Linea de consola 
R1(config-line)#logging synchronous                                Evita interrupciones por mensajes 
R1(config-line)#exec-timeout 0 0                                       Se retira bloqueo por inactividad 
R1(config-line)#exit                                                            Salir 
R1(config)#int s0/0/0                                                          Ingreso a la interfaz serial 0/0/0 
R1(config-if)#ip address 10.113.12.1 255.255.255.0         Asignación de IP 




R1(config-if)#no shutdown                                                  Encender interfaces configuradas 
R1(config-if)#exit                                                                 Salir 
R1(config)#router ospf 1                                                      Inicio del protocolo ospf 
R1(config-router)#router-id 1.1.1.1                                      Identificación del router 
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5    Activa y asigna de IP y área 








R2(config)#no ip domain-lookup  
R2(config)#line con 0  
R2(config-line)#logging synchronous  
R2(config-line)#exec-timeout 0 0  
R2(config-line)#exit  
R2(config)#int s0/0/0  
R2(config-if)#ip address 10.113.12.2 255.255.255.0  
R2(config-if)#no shutdown  
R2(config-if)#exit  
R2(config)#int s0/1/0 
R2(config-if)#ip address 10.113.13.1 255.255.255.0  
R2(config-if)#no shutdown  
R2(config-if)#router ospf 1  
R2(config-router)#router-id 2.2.2.2 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5  









R3(config)#no ip domain-lookup  
R3(config)#line con 0  
R3(config-line)#logging synchronous  
R3(config-line)#exec-timeout 0 0  
R3(config-line)#exit  
R3(config)#int s0/0/0 




R3(config-if)#no shutdown  
R3(config-if)#exit  
R3(config)#int s0/1/0  
R3(config-if)#ip address 172.19.34.1 255.255.255.0  
R3(config-if)#clock rate 128000 
R3(config-if)#no shutdown 
R3(config-if)#router ospf 1  
R3(config-router)#router-id 3.3.3.3 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5  
R3(config-router)#exit  
R3(config)#router eigrp 15  
R3(config-router)#no auto-summary  









R4(config)#no ip domain-lookup  
R4(config)#line con 0  
R4(config-line)#logging synchronous  
R4(config-line)#exec-timeout 0 0  
R4(config-line)#exit  
R4(config)#int s0/0/0 
R4(config-if)#ip address 172.19.34.2 255.255.255.0 
R4(config-if)#no shutdown  
R4(config)#int s0/1/0 
R4(config-if)#ip address 172.19.45.1 255.255.255.0  
R4(config-if)#no shutdown  
R4(config-if)#exit  
R4(config)#router eigrp 15                                                   Habilita el routing EIGRP 
R4(config-router)#eigrp router-id 4.4.4.4                             Identificación del router 
R4(config-router)#no auto-summary                                    Deshabilita sumarización 
R4(config-router)#network 172.19.34.0 0.0.0.255               Anuncio de subredes especificas 
R4(config-router)#network 172.19.45.0 0.0.0.255               Anuncio de subredes especificas 













R5(config)#no ip domain-lookup  
R5(config)#line con 0  
R5(config-line)#logging synchronous  
R5(config-line)#exec-timeout 0 0  
R5(config-line)#exit  
R5(config)#int s0/0/0 
R5(config-if)#ip address 172.19.45.2 255.255.255.0  
R5(config-if)#clock rate 128000 
R5(config-if)#no shutdown  
R5(config-if)#exit  
R5(config)#router eigrp 15  
R5(config-router)#eigrp router-id 5.5.5.5 
R5(config-router)#no auto-summary  




1.2.   Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 5 de 
OSPF. 
 
Se disponen las 4 direcciones en la Tabla 1, se configuran las interfaces Loopback 
en R1 y se crea adyacencia con OSPF. 
 
Tabla 1. Nuevas interfaces Loopback en R1. 
Loopback 1 10.1.0.1/22 
Loopback 2 10.1.4.1/22 
Loopback 3 10.1.8.1/22 




R1(config)#int lo1                                                              Ingreso a la interfaz Loopback 1 
R1(config-if)#ip address 10.1.0.1 255.255.252.0              Asignación de IP 
R1(config-if)#ip ospf 1 area 5                                           Conf. de interfaces para area 5 





R1(config)#int lo2  
R1(config-if)#ip address 10.1.4.1 255.255.252.0  
R1(config-if)#ip ospf 1 area 5 
R1(config-if)#ip ospf network point-to-point 
R1(config-if)#exit 
R1(config)#int lo3  
R1(config-if)#ip address 10.1.8.1 255.255.252.0  
R1(config-if)#ip ospf 1 area 5 
R1(config-if)#ip ospf network point-to-point 
R1(config-if)#exit 
R1(config)#int lo4  
R1(config-if)#ip address 10.1.12.1 255.255.252.0 
R1(config-if)#ip ospf 1 area 5 




1.3.   Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 15. 
 
Se disponen las 4 direcciones en la Tabla 2, se configuran las interfaces Loopback 
en R5 y se configura de manera general las interfaces para participar en EIGRP. 
 
Tabla 2. Nuevas interfaces Loopback en R5. 
Loopback 1 172.5.0.1/22 
Loopback 2 172.5.4.1/22 
Loopback 3 172.5.8.1/22 





R5(config-if)#ip address 172.5.0.1 255.255.252.0  
R5(config-if)#exit 
R5(config)#int lo12  
R5(config-if)#ip address 172.5.4.1 255.255.252.0  
R5(config-if)#exit 
R5(config)#int lo13  





R5(config)#int lo14  
R5(config-if)#ip address 172.5.12.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#router eigrp 15                                                   Habilita el routing EIGRP 
R5(config-router)#no auto-summary                                    Deshabilita sumarización 
R5(config-router)#network 172.5.0.0 0.0.3.255                   Anuncio de subred general 
R5(config-router)#exit                                                          Salir 
 
 
1.4.   Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
En la figura 3 se evidencia que R3 está guardando las interfaces que fueron 
configuradas anteriormente. La D corresponde a EIGRP y O las rutas del protocolo 
OSPF. 
 





1.5.   Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda 




R3(config)#router ospf 1                                                                   Inicio del protocolo ospf               
R3(config-router)#redistribute eigrp 1 metric 50000 subnets           Redistribucion EIGRP 
R3(config-router)#exit                                                                       Salida 
R3(config)#router eigrp 10 




1.6.   Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
 
En la figura 4 y figura 5 se confirma en la tabla de enrutamiento, las rutas el sistema 
autónomo opuesto configuradas para R1 y R5. 
 





Figura 5. Verificación en R5. 


























2. ESCENARIO 2 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red de la figura 6, en donde el estudiante será el administrador de la 
red, el cual deberá configurar e interconectar entre sí cada uno de los dispositivos 
que forman parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto. 
 









2.1. Apagar todas las interfaces en cada switch. 
 





Switch>enable                                                                    Ingreso a modo privilegiado 
Switch#conf t                                                                      Ingreso a modo de configuración  
Switch(config)#int range f0/1-24                                       Rango de interfaces 



























2.2. Asignar un nombre a cada switch acorde con el escenario establecido. 
 








Switch(config)#hostname DLS1                                        Asignación del nombre 





















2.3. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
2.3.1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 
utilizando LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y 
para DLS2 utilizará 10.12.12.2/30. 
 
Se procede a configurar los parámetros en DLS1 y DLS2, se asigna la IP 
determinada. 
 




DLS1(config)#int range f0/11-12                                       Rango de interfaces 
DLS1(config-if-range)#channel-protocol lacp                   Protocolo del canal 




DLS1(config-if-range)#exit                                                Salir 
DLS1(config)#interface port-channel 1                              Configuración enlaces agrupados 
DLS1(config-if)#no switchport                                           Configura Ethernet capa 2 





DLS2(config)#int range f0/11-12  
DLS2(config-if-range)#channel-protocol lacp  
DLS2(config-if-range)#channel-group 1 mode active  
DLS2(config-if-range)#exit  
DLS2(config)#interface port-channel 1  
DLS2(config-if)#no switchport  
DLS2(config-if)#ip address 10.12.12.2 255.255.255.252 
 
 
2.3.2. Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
 
Se procede a configurar los puertos de los canales en los switch DLS1, DLS2, ALS1 




DLS1(config)#int range f0/7-8                                           Rango de interfaces 
DLS1(config-if-range)#channel-protocol lacp                   Protocolo del canal 
DLS1(config-if-range)#channel-group 2 mode active       Asignar interfaz 
DLS1(config-if-range)#exit                                                Salir 
DLS1(config)#interface port-channel 2                             Configuración enlaces agrupados 
DLS1(config-if)#switchport mode trunk                           Switches en modo conexión 





DLS2(config)#int range f0/7-8  
DLS2(config-if-range)#channel-protocol lacp  
DLS2(config-if-range)#channel-group 2 mode active  
DLS2(config-if-range)#exit 
DLS2(config)#interface port-channel 2  







ALS1(config)#int range f0/7-8  
ALS1(config-if-range)#channel-protocol lacp  
ALS1(config-if-range)#channel-group 2 mode active  
ALS1(config-if-range)#no shutdown  
ALS1(config-if-range)#exit 
ALS1(config)#interface port-channel 2 






ALS2(config)#int range f0/7-8  
ALS2(config-if-range)#channel-protocol lacp  
ALS2(config-if-range)#channel-group 2 mode active  
ALS2(config-if-range)#no shutdown  
ALS2(config-if-range)#exit 
ALS2(config)#interface port-channel 2  




2.3.3. Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
 
Se configura los puertos de los canales en las interfaces correspondientes para los 




DLS1(config)#int range f0/9-10                                         Rango de interfaces 
DLS1(config-if-range)#channel-protocol pagp                  Protocolo del canal 





DLS2(config)#int range f0/9-10  
DLS2(config-if-range)#channel-protocol pagp  








ALS1(config)#int range f0/9-10  
ALS1(config-if-range)#channel-protocol pagp  





ALS2(config)#int range f0/9-10  
ALS2(config-if-range)#channel-protocol pagp  
ALS2(config-if-range)#channel-group 2 mode auto 
 
 





DLS1(config)#int range f0/9-10                                         Rango de interfaces 
DLS1(config)#interface Po1                                               Interfaz de EtherChannel  
DLS1(config-if)#switchport trunk native vlan 500            Configura la ID de VLAN 
DLS1(config-if)#exit                                                          Salir 
DLS1(config)#interface Po4  






DLS2(config)#interface Po2  
DLS2(config-if)#switchport trunk native vlan 500  
DLS2(config-if)#exit  
DLS2(config)#interface Po3  




















ALS2(config-if)#switchport trunk native vlan 500 
ALS2(config-if)#exit  
ALS2(config)#interface Po4 




2.4. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3. 




DLS1(config)#vtp domain CISCO                                     Nombre del dominio 
DLS1(config)#vtp pass ccnp321                                        Contraseña del dominio VTP 





ALS1(config)#vtp domain CISCO  
ALS1(config)#vtp pass ccnp321  





ALS2(config)#vtp domain CISCO  
ALS2(config)#vtp pass ccnp321  












DLS1(config)#vtp mode server 
 
 









ALS2(config)#Vtp mode client 
 
2.5. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 3. Números y nombres para las VLAN 
Número de VLAN Nombre de VLAN Número de VLAN Nombre de VLAN 
500 NATIVA 434 PROVEEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
1111 MULTIMEDIA 3456 PERSONAL 
 
En DLS1 se asigna a cada VLAN correspondiente el nombre de acuerdo con la tabla 




DLS1(config)#vlan 500                                                      Numero de VLAN 
DLS1(config-vlan)#name NATIVA                                   Nombre asignado 
DLS1(config-vlan)#exit                                                      Salir 
 
DLS1(config)#vlan 12  






DLS1(config)#vlan 234  
DLS1(config-vlan)#name CLIENTES  
DLS1(config-vlan)#exit  
 
DLS1(config)#vlan 1111  
DLS1(config-vlan)#name MULTIMEDIA  
DLS1(config-vlan)#exit  
 
DLS1(config)#vlan 434  
DLS1(config-vlan)#name PROVEEDORES  
DLS1(config-vlan)#exit 
 
DLS1(config)#vlan 123  
DLS1(config-vlan)#name SEGUROS  
DLS1(config-vlan)#exit  
 
DLS1(config)#vlan 1010  
DLS1(config-vlan)#name VENTAS  
DLS1(config-vlan)#exit  
 
DLS1(config)#vlan 3456  




2.6. En DLS1, suspender la VLAN 434. 
 









2.7. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 








DLS2(config)#vtp version 2                                               Versión del dominio VTP 
DLS2(config)#exit                                                              Salir 
 
DLS2(config)#vlan 500                                                       Numero de VLAN 
DLS2(config-vlan)#name NATIVA                                    Nombre asignado 
DLS2(config-vlan)#exit                                                       Salir 
 
DLS2(config)#vlan 12  
DLS2(config-vlan)#name ADMON  
DLS2(config-vlan)#exit  
 
DLS2(config)#vlan 234  
DLS2(config-vlan)#name CLIENTES  
DLS2(config-vlan)#exit  
 
DLS2(config)#vlan 1111  
DLS2(config-vlan)#name MULTIMEDIA  
DLS2(config-vlan)#exit  
 
DLS2(config)#vlan 434  
DLS2(config-vlan)#name PROVEEDORES  
DLS2(config-vlan)#exit  
 
DLS2(config)#vlan 123  
DLS2(config-vlan)#name SEGUROS  
DLS2(config-vlan)#exit  
 
DLS2(config)#vlan 1010  
DLS2(config-vlan)#name VENTAS  
DLS2(config-vlan)#exit  
 
DLS2(config)#vlan 3456  













2.9. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 




DLS2(config)#interface port-channel 2  
DLS2(config-if)#switchport trunk allowed vlan except 567  
DLS2(config-if)#exit  
DLS2(config)#interface port-channel 3  
DLS2(config-if)#switchport trunk allowed vlan except 567  
DLS2(config-if)#exit  





2.10. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 




DLS1(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root primary  
DLS1(config)#spanning-tree vlan 123,234 root secondary 
 
 
2.11. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 




DLS2(config)#spanning-tree vlan 12,434,500,1010,1111,3456 root secondary  
DLS2(config)#spanning-tree vlan 123,234 root primary 
 
 
2.12. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de estos puertos. 
 
 
2.13. Configurar las siguientes interfaces como puertos de acceso, asignados a las 




Tabla 4. Asignación de interfaces y puertos de acceso. 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 3456 12, 1010 123, 1010 234 
Interfaz Fa0/15 1111 1111 1111 1111 
Interfaces Fa0/16-18   567     
 
En cada uno de los switch se asigna la VLAN de acuerdo con la interfaz indicada en 




DLS1(config)#int f0/6                                                         Interfaz asignada 
DLS1(config-if)#switchport access vlan 3456                    Acceso a la VLAN asignada 
DLS1(config-if)#spanning-tree portfast                              Ingreso del puerto troncal 
DLS1(config-if)#exit                                                           Salir 
DLS1(config)#interface f0/15  







DLS2(config)#interface f0/6  
DLS2(config-if)#switchport access vlan 12  
DLS2(config-if)#switchport access vlan 1010 
DLS2(config-if)#spanning-tree portfast 
DLS2(config)#interface f0/15  
DLS2(config-if)#switchport access vlan 1111  
DLS2(config-if)#spanning-tree portfast 
DLS2(config-if)#exit 
DLS2(config)#interface f0/16-18  







ALS1(config)#interface f0/6  




ALS1(config-if)#switchport access vlan 1010 
ALS1(config-if)#spanning-tree portfast 
ALS1(config-if)#exit 
ALS1(config)#interface f0/15  








ALS2(config)#interface f0/6  
ALS2(config-if)#switchport access vlan 234 
ALS2(config-if)#spanning-tree portfast 
ALS2(config-if)#exit 
ALS2(config)#interface f0/15  





2.14. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
 



















2.15. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente. 
 









2.16. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
 
Figura 14. Evidencia VLAN 1 y 12. 

















El protocolo EIGRP es muy cautivante pues tiene un enfoque innovador, este 
escanea constantemente las rutas de las redes y selecciona la que posee la métrica 
más baja.  
 
Para responder a la expansión de redes amplias, está el protocolo OSPF que ha 
demostrado ser bastante pertinente, pues utiliza para su actualización la 
multidifusión IP. Lo anterior minimiza el procesamiento en los enrutadores, además 
que las actualizaciones solo se envían sobre los cambios de enrutamiento, lo que 
sin duda ofrece alta eficiencia en el uso del ancho de banda. 
 
El protocolo de agregación de puertos (PAgP) de CISCO tiene una marcada 
importancia en la configuración de redes, debido a que se pueden agrupar dos o 
más puertos físicos, y de esta forma es posible optimizar los recursos y aumentar el 
ancho de banda.  
 
En la carrera por agrupar enlaces y equilibrar tráfico, (LACP) lleva la delantera por 
ser un protocolo abierto y es compatible con la mayoría de los proveedores, 
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