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5.1 Kesimpulan 
Implementasi image steganografi menggunakan metode Enhanced Least 
Significant Bit (ELSB) terhadap data yang berupa pesan terenkripsi (cipherteks) telah 
berhasil dilakukan dengan baik. Stego image yang dihasilkan sudah memenuhi 
kriteria imperceptibility, fidelity, dan recovery. Stego image secara kasat mata tidak 
bisa dibedakan dengan image aslinya. Tidak terjadi perubahan ukuran sebelum dan 
sesudah penyisipan. Stego image memiliki kualitas yang tinggi, dengan nilai PSNR 
tertinggi adalah sebesar 63,8561 dB. Pesan yang berupa cipherteks dapat disisipkan 
kedalam cover image dan dapat diekstrak kembali dengan baik menjadi pesan asli 
ketika dibutuhkan. Ukuran pesan yang disisipkan mempengaruhi kualitas stego image, 
makin besar ukuran pesan yang disisipkan ke dalam cover image maka kualitas stego 
image-nya akan semakin menurun.  
Namun, image steganografi ini masih memiliki kelemahan yaitu tidak 
tahannya terhadap serangan noise  yang berupa noise Gaussian dan noise Salt. 
Cipherteks gagal diekstrak secara sempurna setelah terkena serangan noise. Bahkan 
untuk kasus noise Gaussian, cipherteks sama sekali tidak berhasil diekstrak. Pesan 
juga gagal diekstrak setelah dilakukan konversi file dari bitmap ke gif dan dari bitmap 
ke jpg. 
5.2 Saran 
  Penelitian ini menggunakan basis pada domain spasial. Sehingga pemrosesan 
yang merubah spasial (nilai piksel) akan mempengaruhi berhasil atau tidaknya 
ekstraksi pesan dari stego image. Untuk penelitian selanjutnya metode image 
steganografi pada basis domain frekuensi bisa dicoba untuk mengatasi kelemahan ini.   
 
