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1）　李振林 ：《人工智能刑事立法图景》、《华南师范大学学报 ( 社会科学版 )》2018 年第
6期。
























30767452.html（2020年 9月 4日閲覧）（刘宪权 房慧颖 《涉人工智能犯罪的类型及







































































































































のユニバーシティ・カレッジ・ロンドン（University College London, UCL・ロ
ンドン大学）の研究者は、“My text in your hand writing”という AIアルゴリ
ズムを開発した。これは、1人の字形とその特殊な書き方を分析し、字形、サ
6）　データは cnBetaより《FBIの報告書によると 2019年の BEC詐欺はサイバー犯罪
の損失の半分を占めている》。
















































































































7）　中国信息通信研究院安全研究所 2019 年 12 月 《电信网络诈骗治理与人工智能应用
白皮书（2019 年）》 第 3页
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10）　星周一郎「ビッグデータ・ポリシングは、今後の社会に何をもたらすか？　―
ICT・AI 技術を活用した警察活動に関する議論の展開に向けて―」都法 59 巻 2 号
（2019 年 1 月）
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gence） 、強い人工知能（ Strong Artificial Intelligence）、およびスーパー人工












































16）　时方《人工智能刑事主体地位之否定》《法律科学 ( 西北政法大学学报 )》2018 年
第 6期 第 71 页







































17）　浙江省寧波市中級人民法院 (2015) の刑二終字第 497 号刑事判決書を参照。
18）　広東省仏山市中級人民法院 (2015) 仏中法刑二終字第 100 号刑事判決書を参照。


























20）　刘宪权《论新型支付方式下网络侵财犯罪的定性》《法学评论 ( 隔月刊 )》2017 年

















































































































































































































































　第 1条　騙取された公私の財物の価値は 3千元か 1万元以上、3万元か 10万元以上、
50万元以上、これはそれぞれが、刑法第 266条に規定する“金額が多額”、“金額が巨










































































都法 61 巻 2 号（2021 年 1 月） 273
を修正されて、国内党政機関や司法機関や公共サービス部門の番号になって、または
域外番号は域内番号になったことを知りながら、サービスを提供すること；
　 ⑦、資金、場所、交通、生活保障など幇助を提供すること；
　 ⑧、詐欺犯罪の所得とこの所得によりもらった利益の移転を幇助して、套現（convert 
into cash）、取現（enchashment）。
《コンピュータ情報システム解釈》
　第九条　他人が刑法第 285条、第 286条に規定する行為を実施していることを知りな
がら、次のいずれかを有する場合は、共同犯罪と認定し、刑法第 285条、第 286条の規
定により処罰しなければならない。
　（一）コンピュータ情報システムの機能、データ又はアプリケーションを破壊するた
めのプログラム、ツールを提供し、違法に得られた 5千元以上、又は 10人以上を提供
する。
　（二）インターネットアクセス、サーバホスト、ネットワーク記憶空間、通信伝送路、
費用決済、取引サービス、広告サービス、技術訓練、技術支援などの支援を提供し、違
法に 5千元以上を所得する。
　（三）ソフトウェアの普及を依頼し、広告を投入するなどして 5千元以上の資金を提
供する。
　前項の規定による行為を実施し、数量又は額が前項の規定基準の 5倍以上に達した場
合は、刑法第 285条、第 286条に規定する“筋が特に深刻”又は“結果が特に深刻”と
認定しなければならない。

