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บทคัดย่อ
งานวิจัยนี้ได้นำาเสนอการเปรียบเทียบประสิทธิภาพการแยกตัวประกอบ เป็นการวิจัยเชิงทดลอง 
ด้วยวิธี Pollard’s rho Algorithm และ Fermat’s Factorization Method ท้ังสองอัลกอริทึม 
นั้นเป็นอัลกอริทึมที่ได้รับความนิยมในปัจจุบัน หากเปรียบเทียบประสิทธิภาพในการแยกตัวประกอบ 
ของตัวเลขทั่วไปแล้วนั้นทั้ง 2 อัลกอริทึม มีประสิทธิภาพในการทำางานแตกต่างกัน โดยทดลองด้วย 
ชุดข้อมูลท่ีมีค่าข้อมูลเลขประจำาหลักเดียวกันท้ังหมด ดังนั้นจึงนำาอัลกอริทึมแยกตัวประกอบท้ัง 2 แบบ 
โดยใช้ชุดข้อมูลตัวเลขทั้งสิ้น 171 ชุด ซึ่งประกอบไปด้วยตัวเลขตั้งแต่ 2 หลัก จนถึง 20 หลัก 
โดยมีเลขประจำาหลักเดียวกัน เริ่มตั้งแต่ 1-9 และเปรียบเทียบว่าท้ังสองอัลกอริทึมนั้นให้ผลลัพธ์ 
ของเวลาและประสิทธิภาพในการแยกตัวประกอบจากชุดข้อมูลแต่ละชุด โดยการแยกตัวประกอบของชุด 
ข้อมูลที่มีเลขประจำาหลักเดียวกันทั้งหมด พบว่า การแยกตัวประกอบวิธี Pollard’s rho Algorithm 
มีประสิทธิภาพด้านความเร็วในการแยกตัวประกอบดีกว่าวิธี Fermat’s Factorization Method
คำ�สำ�คัญ: การแยกตัวประกอบ อัลกอริทึมพอลลาร์ด โร อัลกอริทึมทฤษฏีแฟร์มาต์ 
Abstract
This research showed the factorization to compare the results of the algorithm used 
to factorization. Experimental research using Pollard’s rho algorithm and Fermat’s factorization 
method, both algorithms are currently popular algorithms. Comparing the efficiency of factorization 
of common numbers, the two algorithms are not very different in their efficiency. Therefore, 
the two factorial algorithms are used, using 171 numerical data sets, consisting of 2 - 20 digits, 
with the same numerals from 1 to 9, and comparing the two algorithms. Comparing these 
two algorithms gives the results of the time and efficiency of the factorization from each set. 
The results show that the Pollard’s rho algorithm is more efficient and faster than the Fermat’s 
factorization method.
Keywords: Factorization, Pollard’s rho Algorithm, Fermat’s Factorization Method
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ผลลัพธ์เป ็นค่าจำานวนเต็มดังเดิม จากทฤษฎี 
และหลักการแยกตัวประกอบที่มีความซับซ้อนนั้น 
ทำาให้มีบทบาทสำาคัญต่อการใช้งานด้านการหา
กุญแจ เพื่อทำาการเข้ารหัสและถอดรหัสแบบ RSA 
ให้มีความปลอดภัยอย่างสมบูรณ์
ปัจจุบันการแยกตัวประกอบที่นิยมใช้เป็นอย่าง
มาก ได้แก่ การแยกตัวประกอบด้วยวิธี Pollard’s 
rho Algorithm และ Fermat’s Factorization 
Method ซึ่งทั้งสองวิธีมีขั้นตอนและวิธีที่แตกต่างกัน 
หากลองคำานวณหาค่าการแยกตัวประกอบด้วย
วิธีคำานวณด้วยมือหรือแบบ Manual นั้น วิธีการ 
คำานวณแบบ Fermat’s Factorization Method 
ใช้ขั้นตอนคำานวณการแยกตัวประกอบส้ันกว่า 







ศึกษาออกแบบ วิเคราะห ์ และทดลอง 
เพ่ือเปรียบเทียบประสิทธิภาพด้านเวลาในการ 
แยกตัวประกอบของวิธี Pollard’s rho Algorithm 
และ Fermat’s Factorization Method โดยใช้
ชุดข้อมูลตัวเลขทั้งสิ้น 171 ชุด ซึ่งประกอบ 










คำาว่า “การเข้ารหัส” [2] เกี่ยวข้องกับศาสตร ์
และศิลป์ของการศึกษาด้านรหัสลับ (Cryptology)
ก�รเข้�รหัสแบบ RSA
RSA (Rivest, Shamir and Adleman) 
[3] เป็นอัลกอลิธึมที่ถูกนำาเสนอเมื่อ พ.ศ. 2520 
การเข้ารหัสแบบ RSA ได้จดสิทธิบัตรโดยสถาบัน 
MIT ในสหรัฐอเมริกาเมื่อปี พ.ศ. 2526 
อัลกอริทึม RSA เป็นวิทยาการเข ้ารหัส
แบบอสมมาตร ใช้กุญแจสองฝั ่งในการทำางาน 
ตัวหนึ่งใช้ในการเข้ารหัสเรียกว่า กุญแจสาธารณะ 
(Public Keys Algorithms) และอีกตัวหนึ่งใช้ใน








(Digital Signature) การค้าผ่านอินเตอร์เน็ต 
(e-Commerce) เพื่อพิสูจน์ความเป็นเจ้าของใน
การทำาธุรกรรมต่างๆ อัลกอริทึม RSA มีข้อดีคือ 
ง่ายในการสร้างคีย์ทั้ง 2 ฝั่ง ง่ายต่อการเข้ารหัส 
และการถอดรหัสข้อมูล แม้ว่าผู ้โจมตีมี Public 
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ภาพท่ี 1 กระบวนการเขา้รหสัลบัคยีส์าธารณะ [4] 
 
ส าหรบัด้านความปลอดภยันัน้ขึน้อยู่กบัความยากง่ายในการแยกตวัประกอบค่า n ออกเป็นค่า p และ q  
ซึง่มสี่วนเกี่ยวขอ้งกบัการสรา้งกุญแจเขา้รหสัลบัแบบ RSA รายละเอยีดการสรา้งกุญแจสาธารณะของอลักอรทิมึ 
RSA [5] มขีัน้ตอนดงันี้ 
1) เลอืกจ านวนเฉพาะซึง่มคี่ามา 2 ค่า ในทีน่ี้ก าหนดใหเ้ป็นตวัแปร p และ q  
2) ค านวณค่าผลคณูระหว่าง p และ q โดยก าหนดให ้n = p*q 
3) หาค่าผลคณูระหว่าง p-1 และ q-1 โดยก าหนดให ้ (n) = (p-1) * (q-1) 
           4) เลือกค่า e ขึ้นมา โดยค่า e และ  (n) จะต้องเป็นจ านวนเฉพาะสมัพนัธ์กนั นัน่คอืค่า e และ  (n) 
ตอ้งมตีวัหารร่วมมากเท่ากบั 1  
           5) ค านวณหาค่า d ซึ่งท าให้ ed mod  (n) = 1 นัน่คือผลคูณระหว่าง e และ d เมื่อถูกหารด้วย  (n) 
จะต้องได้เศษของการหารเท่ากบั 1 โดย mod หมายถึง ตวัด าเนินการมอดูลสั (Modulus) ซึ่งมหีน้าที่หาค่าเศษ
ของการหารออกมา 
เมื่อท าครบทัง้ 5 ขัน้ตอนจะไดกุ้ญแจสาธารณะเท่ากบั (n,e) และกุญแจส่วนตวัเท่ากบั (n,d) ตวัอย่างการ
ทดสอบเรื่องความปลอดภยัของขอ้มูลทีถู่กเขา้รหสัด้วยอลักอรทิมึ RSA เกดิขึน้ในปี พ.ศ. 2520 โดยผูค้ดิค้นทัง้  
3 คนไดเ้สนอโจทยป์ญัหาในหนงัสอื Scientific American [6] ในโจทยไ์ดบ้อกค่ากุญแจสาธารณะดงันี้ 
ก าหนดให ้
e = 9007, n = 11438162575788886766923577997614661201021829672124236256256184293 
5706935245733897830597123563958705058989075147599290026879543541 
และขอ้มลูทีถู่กเขา้รหสัเป็นดงันี้ 
c = 968696137546220614771409222543558829057599911245743198746951209308162982251 
45708356931476622883989628013391990551829945157815154 
โจทยไ์ดก้ าหนดใหห้าขอ้มลูตน้ฉบบัโดยใชข้อ้มลูทีก่ าหนดมาใหข้า้งตน้ ส าหรบัขัน้ตอนทีย่ากทีสุ่ดในการ
ถอดรหสัขอ้มูลคอื การแยกตวัประกอบ n ออกเป็นจ านวนเฉพาะ p และ q เมื่อไดค้่า p และ q จะสามารถน าไปใช้
ในการค านวณหาค่ากุญแจส่วนตวั d ได้โดยง่ายโจทย์ทีผู่้คดิค้นทัง้ 3 คนตัง้ขึน้ นักวชิาการต่างๆ ไม่สามารถหา
ค าตอบได้ ต่อมาในปี พ.ศ. 2537 Pual Leyland, Derek Atkins, Michael Graff และ Arjen Lenstra ได้พยายาม
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สำาหรับด้านความปลอดภัยนั้นขึ้นอยู่กับความ
ยากง่ายในการแยกตัวประกอบค่า n ออกเป็นค่า 
p และ q ซ่ึงมีส่วนเกี่ยวข้องกับการสร้างกุญแจ
เข้ารหัสลับแบบ RSA รายละเอียดการสร้างกุญแจ
สาธารณะของอัลกอริทึม RSA [5] มีขั้นตอนดังนี้
1) เลือกจำานวนเฉพาะซึ่งมีค ่ามา 2 ค่า 
ในที่นี้กำาหนดให้เป็นตัวแปร p และ q 
2) คำานวณค่าผลคูณระหว่าง p และ q 
โดยกำาหนดให้ n = p*q
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ภาพท่ี 1 กระบวนการเขา้รหสัลบัคยีส์าธารณะ [4] 
 
ส าหรบัด้านความปลอดภยันัน้ขึน้อยู่ บัความยากง่ายในการแยกตวัประกอบค่า n ออกเป็นค่า p และ q  
ซึง่มสี่วนเกี่ยวขอ้งกบัการสรา้งกุญแจเขา้รหสัลบัแบบ RSA รายละเอยีดการสรา้งกุญแจสาธารณะของอลักอรทิมึ 
RSA [5] มขีัน้ตอนดงันี้ 
1) เลอืกจ านวนเฉพาะซึง่มคี่ามา 2 ค่า ในทีน่ี้ก าหนดใหเ้ป็นตวัแปร p และ q  
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3) หาค่าผลคณูระหว่าง p-1 และ q-1 โดยก าหนดให ้ (n) = (p-1) * (q-1) 
           ) เลือ ่ ขึ้ ่     (n) จะต้องเป็นจ านวนเฉพาะสมัพนัธ์กนั นัน่คอืค่า e และ  (n) 
ตอ้งมตีวัหารร่วมมากเท่ากบั 1  
           5) ค านวณหาค่า d ซึ่งท าให้ ed mod  (n) = 1 นัน่คือผลคูณระหว่าง e และ d เมื่อถูกหารด้วย  (n) 
จะต้องได้เศษของการหารเท่ากบั 1 โดย mod หมายถึง ตวัด าเนินการมอดูลสั (Modulus) ซึ่งมหีน้าที่หาค่าเศษ
องการหารออกมา 
เมื่อท าครบทัง้ 5 ขัน้ตอนจะไดกุ้ญแจสาธารณะเท่ากบั (n,e) และกุญแจส่ว ตวัเท่ากบั (n,d) ตวัอย่างการ
ทดสอบเรื่องความปลอดภยัของขอ้มูลทีถู่กเขา้รหสัด้วยอลักอรทิมึ RSA เกดิขึน้ในปี พ.ศ. 2520 โดยผูค้ดิค้นทัง้  
3 คนไดเ้สนอโจทยป์ญัหาในหนงัสอื Scientific American [6] ในโจทยไ์ดบ้อกค่ากุญแจสาธารณะดงันี้ 
ก าหนดให ้
e = 9007, n = 11438162575788886766923577997614661201021829672124236256256184293 
5706935245733897830597123563958705058989075147599290026879543541 
และขอ้มลูทีถู่กเขา้รหสัเป็นดงันี้ 
c = 968696137546220614771409222543558829057599911245743198746951209308162982251 
45708356931476622883989628013391990551829945157815154 
โจทยไ์ดก้ าหนดใหห้าขอ้มลูตน้ฉบบัโดยใชข้อ้มลูทีก่ าหนดมาใหข้า้งต้  ส าหรบัขัน้ตอนทีย่ากทีสุ่ดในการ
ถอดรหสัขอ้มูลคอื การแยกตวัประกอบ n ออกเป็นจ านวนเฉพาะ p และ q เมื่อไดค้่า p และ q จะสามารถน าไปใช้
ในการค านวณหาค่ากุญแจส่วนตวั d ได้โดยง่ายโจทย์ทีผู่้คดิค้นทัง้ 3 คนตัง้ขึน้ นักวชิาการต่างๆ ไม่สามารถหา
ค าตอบได้ ต่อมาในปี พ.ศ. 2537 Pual Leyland, Derek Atkins, Michael Graff และ Arjen Lenstra ได้พยายาม
Sender Recipient 






Different keys are used to encrypt 
and decrypt message 
 (n) 














ภาพท่ี 1 กระบวนการเขา้รหสัลบัคยีส์าธารณะ [4] 
 
ส าหรบัด้านความปลอดภยันัน้ขึน้อยู่กบัความยากง่ายในการแยกตวัประกอบค่า n ออกเป็นค่า p และ q  
ซึง่มสี่วนเกี่ยวขอ้งกบัการสรา้งกุญแจเขา้รหสัลบัแบบ RSA รายละเอยีดการสรา้งกุญแจสาธารณะของอลักอรทิมึ 
RSA [5] มขีัน้ตอนดงันี้ 
1) เลอืกจ านวนเฉพาะซึง่มคี่ามา 2 ค่า ในทีน่ี้ก าหนดใหเ้ป็นตวัแปร p และ q  
2) ค านวณค่าผลคณูระหว่าง p และ q โดยก าหนดให ้n = p*q 
3) หาค่าผลคณูระหว่าง p-1 และ q-1 โดยก าหนดให ้ (n) = (p-1) * (q-1) 
           4) เลือกค่า e ขึ้นมา โดยค่า e   (n) จะต้องเป็นจ านวนเฉพาะสมัพนัธ์กนั นัน่คอืค่า e และ  (n) 
ตอ้งมตีวัหารร่วมมากเท่ากบั 1  
           5) ค านวณหาค่า d ซึ่งท าให้ ed mod  (n) = 1 นัน่คือผลคูณระหว่าง e และ d เมื่อถูกหารด้วย  (n) 
จะต้องได้เศษของการหารเท่ากบั 1 โดย mod หม ยถึง ตวัด าเ ินการมอดูลสั (Modulus) ซึ่งมหีน้าที่หาค่าเศษ
ของการหารออกมา 
เมื่อท าครบทัง้ 5 ขัน้ตอนจะไดกุ้ญแจสาธารณะเท่ากบั (n,e) และกุญแจส่วนตวัเท่ากบั (n,d) ตวัอย่างการ
ทดสอบเรื่องความปลอดภยัของขอ้มูลทีถู่กเขา้ร สั ้วยอลักอรทิมึ RSA เกดิขึน้ในปี พ.ศ. 2520 โดยผูค้ดิค้นทัง้  
3 คนไดเ้สนอโจทยป์ญัหาในหนงัสอื Scientific American [6] ในโจทยไ์ดบ้อกค่ากุญแจสาธารณะดงันี้ 
ก าหนดให ้
e = 9007, n = 11438162575788886766923577997614661201021829672124236256256184293 
5706935245733897830597123563958705058 89075147599290026879543541 
และขอ้มลูทีถู่กเขา้รหสัเป็นดงันี้ 
c = 968696137546220614771409222543558829057599911245743198746951209308162982251 
45708356931476622883989628013391990551829945157815154 
โจทยไ์ดก้ าหนดใหห้าขอ้มลูตน้ฉบบัโดยใชข้อ้มลูทีก่ าหนดมาใหข้า้งตน้ ส หรบัขัน้ตอนทีย่ากทีสุ่ดใ การ
ถอดรหสัขอ้มูลคอื การแยกตวัประกอบ n ออกเป็นจ นวนเฉพาะ p และ q เมื่อไดค่้า p และ q จะสามารถน าไปใช้
ในการค านวณหาค่ากุญแจส่วนตวั d ได้โดยง่ายโจทย์ทีผู่้คดิค้นทัง้ 3 คนตัง้ขึน้ นักวชิาการต่างๆ ไม่สามารถหา
ค าตอบได้ ต่อมาในปี พ.ศ. 2537 Pual Leyland, Derek Atkins, Michael Graff และ Arjen Lenstra ได้พยายาม
Sender Recipient 






Different keys are used to encrypt 
and decrypt message 
 (n) ต้องมีตัวหารร่วมมากเท่ากับ 1 













ภาพท่ี 1 กระบวนการเขา้รหสัลบัคยีส์าธารณะ [4] 
 
ส าหรบัด้านความปลอดภยันัน้ขึน้อยู่กบัความยากง่ายในการแยกตวัประกอบค่า n ออกเป็นค่า p และ q  
ซึง่มสี่ว เกี่ยวขอ้งกบัการสรา้งกุญแจเขา้รหสัลบัแบบ RSA รายละเอยีดการสรา้งกุญแจสาธารณะของอลักอรทิมึ 
RSA [5] มขีัน้ตอนดงันี้ 
1) เลอืกจ านวนเฉพาะซึง่มคี่ามา 2 ค่า ในทีน่ี้ก าหนดใหเ้ป็นตวัแปร p และ q  
2) ค านวณค่าผลคณูระหว่าง p และ q โดยก าหนดให ้n = p*q 
3) หาค่าผลคณูระหว่าง p-1 และ q-1 โดยก าหนดให ้ (n) = (p-1) * (q-1) 
           4) เลือกค่า e ขึ้นมา โดยค่า e และ  (n) จะต้องเป็นจ านวนเฉพาะสมัพนัธ์กนั นัน่คอืค่า e และ  (n) 
ตอ้งมตีวัหารร่วมมากเท่ากบั 1  
           5) ค านวณหาค่า d ซึ่งท าให้ ed mod  (n) = 1 นัน่คือผลคูณระหว่าง e และ d เมื่อถูกหารด้วย  (n) 
จะต้องได้เศษของการหารเท่ากบั 1 โดย mod หมายถึง ตวัด าเนินการมอดูลสั (Modulus) ซึ่งมหีน้าที่หาค่าเศษ
ของการหารออกมา 
เมื่อท าครบทัง้ 5 ขัน้ตอนจะไดกุ้ญแจสาธารณะเท่ากบั (n,e) และกุญแจส่วนตวัเท่ากบั (n,d) ตวัอย่างการ
ทดสอบเรื่องความปลอดภยัของขอ้มูลทีถู่กเขา้รหสัด้วยอลักอรทิมึ RSA เกดิขึน้ในปี พ.ศ. 2520 โดยผูค้ดิค้นทัง้  
3 คนไดเ้สนอโจทยป์ญัหาในหนงัสอื Scientific American [6] ในโจทยไ์ดบ้อกค่ากุญแจสาธารณะดงันี้ 
ก าหนดให ้
e = 9007, n = 11438162575788886766923577997614661201021829672124236256256184293 
5706935245733897830597123563958705058989075147599290026879543541 
และขอ้มลูทีถู่กเขา้รหสัเป็นดงันี้ 
c = 968696137546220614771409222543558829057599911245743198746951209308162982251 
45708356931476622883989628013391990551829945157815154 
โจทยไ์ดก้ าหนดใหห้าขอ้มลูตน้ฉบบัโดยใชข้อ้มลูทีก่ าหนดมาใหข้า้งตน้ ส าหรบัขัน้ตอนทีย่ากทีสุ่ดในการ
ถอดรหสัขอ้มูลคอื การแยกตวัประกอบ n ออกเป็นจ านวนเฉพาะ p และ q เมื่อไดค้่า p และ q จะสามารถน าไปใช้
ในการค านวณหาค่ากุญแจส่วนตวั d ได้โดยง่ายโจทย์ทีผู่้คดิค้นทัง้ 3 คนตัง้ขึน้ นักวชิาการต่างๆ ไม่สามารถหา
ค าตอบได้ ต่อมาในปี พ.ศ. 2537 Pual Leyland, Derek Atkins, Michael Graff และ Arjen Lenstra ได้พยายาม
Send r Recipient 






Different keys are used to encrypt 
and decrypt message 














ภาพท่ี 1 กระบวนกา เข้ รหสัลบัคยีส์าธารณะ [4] 
 
ส หรบัด้านความปลอดภยันัน้ขึ้ อยู่ บัความยากง่ายในการ ยกตวัประกอบค่า n ออกเป็นค่า p และ q  
ซึง่มสี่ว เกี่ยวขอ้งกบัการสรา้งกุญแจเขา้รหสั บัแบบ RSA รายละเอยีดการสรา้งกุญแจสาธารณะของอลักอรทิมึ 
RSA [5] มขีัน้ตอนดงันี้ 
1) เลอืกจ านวนเฉพาะซึง่มคี่ามา 2 ค่า ในทีน่ี้ก าหนดใหเ้ป็นตวัแปร p และ q  
2) ค านวณค่าผลคณูระหว่าง p และ q โดยก าหนดให ้n = p*q 
3) หาค่าผลคณูระหว่าง p-1 และ q-1 โดยก าหนดให ้ (n) = (p-1) * (q-1) 
           4) เลือกค่า e ขึ้นมา โดยค่า e และ  (n) จะต้องเป็นจ านวนเฉพาะสมัพนัธ์กนั นัน่คอืค่า e แล   (n) 
ตอ้งมตีวัหารร่วมมากเท่ากบั 1  
           5) ค านวณหาค่า d ซึ่งท าให้ ed mod  (n) = 1 นัน่คือผลคูณระหว่าง e และ d เมื่อถูกหารด้วย  (n) 
จะต้องได้เศษของการหารเท่ากบั 1 โดย mod หมายถึง ตวัด าเนินการมอดูลั  (Modulus) ซึ่งมหีน้าที่หาค่าเศษ
ของการหารออกมา 
เมื่อท าครบทัง้ 5 ขัน้ตอนจะไดกุ้ญแจสาธารณะเท่ากบั (n,e) และกุญแจส่วนตวัเท่ากบั (n,d) ตวัอย่างการ
ทดสอบเรื่องความปลอดภยัของขอ้มูลทีถู่ เขา้รหสัด้วยอลักอรทิมึ RSA เกดิขึน้ในปี พ.ศ. 2520 โดยผูค้ดิค้นทัง้  
3 คนไดเ้สนอโจทยป์ญัหาในหนงัสอื Scientific American [6] ในโจทยไ์ดบ้อกค่ากุญแจสาธารณะดงันี้ 
ก าหนดให ้
e = 9007, n = 1 38 62575788886766923577997614661201021829672124236256 6184293 
7069352457338 78305971235639 8705058989075147599290026879543541 
และขอ้มลูทีถู่กเขา้รหสัเป็นดงันี้ 
c = 968696137546220614771409222543558829057599911245743198746951209308162982251 
45708356931476622883989628013391990551829945157815154
โจทยไ์ดก้ าหนดใหห้าขอ้มลูตน้ฉบบัโดยใชข้อ้มลูทีก่ าหนดมาใหข้า้งตน้ ส าหรบัขัน้ตอนที่ กทีสุ่ดในการ
ถอดรหสัขอ้มูลคอื การแยกตวัประกอบ n ออกเป็นจ านวนเฉพาะ p และ q เมื่อไดค้่า p และ q จะสามารถน าไปใช้
ในการค านวณหาค่ากุญแจส่วนตวั d ได้โดยง่ายโจทย์ทีผู่้คดิค้นทัง้ 3 คนตัง้ขึน้ นักวชิาการต่างๆ ไม่สามารถหา
ค าตอบได้ ต่อมาในปี พ.ศ. 2537 Pual Leyland, Derek Atkins, Michael Graff และ Arjen Lenstra ได้พยายาม
Sender Recipient 






Different keys are used to encrypt 
and decrypt message 
 (n) จะต้องได้เศษของการหาร
เท่ากับ 1 โดย mod หมายถึง ตัวดำาเนินการ 
มอดลูสั (Modulus) ซึง่มหีน้าทีห่าค่าเศษของการหาร
ออกม�
เมื่อทำาครบทั้ง 5 ขั้นตอน จะได ้กุญแจ
สาธารณะเท่ากับ (n, e) และกุญแจส่วนตัว
เท่ากับ (n, d) ตัวอย่างการทดสอบเรื่องความ
ปลอดภัยของข้อมูลท่ีถูกเข้ารหัสด้วยอัลกอริทึม 
RSA เกิดขึ้นในปี พ.ศ. 2520 โดยผู้คิดค้นทั้ง 


















n ออกเป็นจำานวนเฉพาะ p และ q เมื่อได้ค่า 
p และ q จะสามารถนำาไปใช้ในการคำานวณหา
ค่ากุญแจส่วนตัว d ได้โดยง่ายโจทย์ท่ีผู้คิดค้น 
16
วารสารมหาวิทยาลัยศรีนครินทรวิโรฒ (สาขาวิทยาศาสตร์และเทคโนโลยี) ปีที่ 10 ฉบับที่ 20 กรกฎาคม - ธันวาคม 2561
ทั้ง 3 คนตั้งขึ้น นักวิชาการต่างๆ ไม่สามารถหา
คำาตอบได้ ต่อมาในปี พ.ศ. 2537 Pual Leyland, 
Derek Atkins, Michael Graff และ Arjen Lenstra 
ได้พยายามแก้ปัญหาโจทย์นี้อีกครั้งพร้อมด้วย
อาสาสมัครมากกว่า 600 คน จากประเทศต่างๆ 
มากกว่า 20 ประเทศ และใช้เวลา 8 เดือน 
จงึสามารถแยกตวัประกอบ n ออกเป็นจำานวนเฉพาะ 



















แทนเลขต่างๆ ด้วยตัวอักขระดังนี้ 01 = A, 02 = 
B, …, 26 = Z และได้ข้อความออกมาเป็นประโยค
ว่า “THE MAGIC WORDS ARE SQUEAMISH 
OSSIFRAGE” 
จากตัวอย่างข้างต้นมีประเด็นสำาคัญที่แสดง 
ใ ห ้ เ ห็ น ค ว ามย าก ในก า ร แยกตั ว ป ร ะกอบ 
จึงสามารถสรุปถึงความปลอดภัยในการเข้ารหัส
ด้วยวิธี RSA ที่ได้นำาทฤษฎีการแยกตัวประกอบ
มา ใช ้ เ ป ็ นส ่ วนหนึ่ ง ใ นกา ร รั กษาความ ลับ 
ของข้อมูล โดยการเข้ารหัสด้วยวิธี RSA นั้นขึ้นกับ 





คอมพิวเตอร ์ ในอดีตมาก ดังนั้นการใช ้งาน 
จึงควรกำาหนดให้ใช ้กุญแจท่ีมีความยาวอย่าง
น้อยเท่ากับ 1024 บิต จึงจะสามารถยอมรับ
ได้ว่าการเข้ารหัสนั้นมีความปลอดภัยสูงเพียงพอ 
2) ความยากในการแยกตัวประกอบ หากมีผู ้ที่ 
สามารถคิดค ้นวิธีการแยกตัวประกอบท่ีง ่าย 






มีการแบ่งการแยกตัวประกอบออกเป็น 2 ประเภท 
ได้แก่ 1) อัลกอริทึมท่ัวไป (General-Purpose 
Algorithms) อัลกอริทึมประเภทนี้ไม่ขึ้นกับปัจจัย
ด้านขนาดของตัวเลขเป็นสำาคัญ วิธีการพื้นฐาน
ทั่วไปคือ “Congruence of Squares” ซึ่งอัลกอริทึม 
ที่อยู ่ในกลุ่มนี้ อย่างเช่น Dixon’s, Continued 
Fraction Factorization, Quadratic Sieve, 
General Number Field Sieve, Shank’s Square 
Forms เป็นต้น 2) อัลกอริทึมพิเศษ (Special-
Purpose Algorithms) ทฤษฏีการแยกตัวประกอบ
ของกลุ่มนี้ใช้เพื่อการคำานวณการแยกตัวประกอบ
ของ RSA อย่างเช่น Pallard’s p-1, Pallard’s 
rho, William’s p+1, Fermat’s, Euler’s เวลาใน
การทำางานจะขึ้นอยู่กับคุณสมบัติของตัวเลขท่ีเป็น
ปัจจัย เช่น ขนาด รูปแบบ เป็นต้น [7] สำาหรับงาน
วิจัยนี้ผู้วิจัยสนใจศึกษาทฤษฏีการแยกตัวประกอบ




เข้ารหัสด้วยอัลกอริทึม RSA [8] ซึ่ง Fermat’s 
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[7] โดยแนวคิดของ Pierre De Fermat ดังสมการ 
(1), (2)
 n = x2 – y2                            (1)
 กำาหนดให้ x = (p + q)/2 และ y = (p - q)/2 จะได้
 n = ((p + q)/2)2 – ((p – q)/22 (2)





         ก าหนดให ้x = (p + q)/2 และ y = (p - q)/2 จะได ้
  n = ((p + q)/2)2 – ((p – q)/22      (2) 
ซึง่ n เป็นเลขคี ่เมื่อ p หรอื q เป็นเลขคีเ่หมอืนกนั โดย n สามารถถูกเขยีนใหม่ไดใ้นรปูของผลต่างยก
ก าลงัสองไดด้งันี้ 
 n  = x2 – y2 
  = ((p + q)/2)2 – ((p – q)/22 
  = ¼(p2 + 2pq + q2) - ¼(p2 + 2pq + q2) 
  = ¼(p2 + 2pq + q2 - p2 + 2pq + q2) 
  = ¼(4*p*q) 
  = p*q 
 
จากตวัอย่างสมการ สามารถหาจ านวนเต็ม x และ y ทีท่ าให ้n = x2 – y2 = (x + y)*(x - y) นัน้จะสามารถ
ค านวณหาค่า p และ q ได้จาก p = x + y และ q = x – y ดังนั ้นจึงน าแนวคิดวิธีพื้นฐานของ Fermat's 
Factorization Method ท าการค านวณหาค่าความเร็วในการแยกตัวประกอบด้วยโปรแกรม MATLAB [9]  
ดงัอลักอรทิมึต่อไปนี้ 
clear all; 
 promptN = 'Input Value N >> '; 
 n = input(promptN); 
 
 t1 = zeros(3,10); 
 c = 10; 
 
tic; 
tStart = tic; 
for i=1:c 
    if (i==1) 
        a = ceil(sqrt(n)); 
        t1(1,i) = a; 
%         disp(a) 
 
        b2 = (a^2)-n; 
        t1(2,i) = b2; 
%         disp(b2) 
 
        b = round(sqrt(b2),2); 
        t1(3,i) = b; 
%         disp(b) 
%         disp(t1) 
 
จากตัวอย่างสมการ สามารถหาจำานวนเต็ม x และ y ที่ทำาให้ n = x2 – y2 = (x + y)*(x - y) นั้นจะ
สามารถคำานวณหาค่า p และ q ได้จาก p = x + y และ q = x – y ดังนั้นจึงนำาแนวคิดวิธีพื้นฐานของ Fermat’s 
Factorization Method ทำาการคำานวณหาค่าความเร็วในการแย ตัวประ อบด้วยโปรแกรม MATLAB [9] 
ั ั อริทึมต่อไปนี้
 l ll
  promptN = ‘I put alue  > ‘
  n t t );
  t1 r , 0);
  c  ;
 tic;
 tStart = tic;
 for i=1:c
     if  (i==1)
         a = ceil(sqrt(n));
         t1(1,i) = a;
 %      disp(a)
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   b2 = (a^2)-n;
         t1(2,i) = b2;
 %         disp(b2)
         b = round(sqrt(b2),2);
         t1(3,i) = b;
 %         disp(b)
 %         disp(t1)
         bb = round(b^2,2);
     elseif (i>1)
         aa = t1(1,i-1)+1;       
         t1(1,i) = aa;
 %         disp(aa)
         b2 = round((aa^2)-n,2);        
         t1(2,i) = b2;
 %         disp(b2)
         b = round(sqrt(b2),2);
         t1(3,i) = b;
 %         disp(b)
 %         disp(t1)
          bb = round(b^2,2);
 %         disp(bb);
     end
การแยกตัวประกอบด้วยทฤษฏี Pollard’s 
rho Algorithm เกิดขึ้นในปี 1974 และ 1975 




นั้นๆ อย่างรวดเร็ว โดยทำาการแยกตัวประกอบ 
n โดยทำาซำ้าแบบโพลิโนเมียล (Polynomial) 
มอดูโล (Modulo) กับค่า n [8, 10, 11] 
ดังนั้นจึงนำาแนวคิดอัลกอริทึมของ Pollard’s 





promptN = ‘Input Value n >> ‘;
promptX = ‘Input Value x >> ‘;
promptY = ‘Input Value y >> ‘;
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t1 = zeros(5,4); %Can be change row’s number%
r = zeros(10,4); %Can be change row’s number%
e=5;   %Can be change e’s numeric %





%     disp(i);
    if (i== 1)
        
       t1(i,1) = i;
       fx = mod((x^2+1),n); 
       t1(i,2) = fx;
     fy = mod((y^2+1),n);
     ffy = mod((fy^2+1),n);
     t1(i,3) = ffy;
ง�นวิจัยที่เกี่ยวข้อง
หลายงานวิจัยได้ศึกษาถึงการแยกตัวประกอบ 
Fermat’s Factorization Method ตามจำานวนตัวเลข 
7, 49, 99 หลัก [12] และแยกตัวประกอบด้วย
ทฤษฎีต่างๆ [13] และศึกษาการแยกตัวประกอบ 
Pollard’s rho Algorithm [14] นอกจากนั้นพบว่า 
ได้มีการทดลองเปรียบเทียบความเร็วบนตัวเลข
ที่มีหลักแตกต่างต่างกันตั้งแต่ 2 หลักจนถึง 
50 หลัก เพื่อทดลองหาความเร็วในการแยก
ตัวประกอบของทฤษฏีที่มีความแตกต่างกัน [7] 
ซึ่งผลการวิจัยพบว่า อัลกอริทึม Pollard’s rho 
Algorithm มีความเร็วในการแยกตัวประกอบ 
มากกว่าวิธีการต่างๆ ที่ได้เปรียบเทียบในงานวิจัย 
[8] อัลกอริทึม Pollard’s rho Algorithm สามารถ
แยกตัวประกอบมีความเร็วมากที่สุดใน Special 
Purpose Factorization Algorithm [7] บทความวจิยันี้ 
ผู ้ วิ จั ย มี ค ว า ม ส น ใ จ ที่ จ ะ ศึ ก ษ า วิ เ ค ร า ะ ห ์ 
ออกแบบ และทดลองการแยกตัวประกอบด้วย
วิธี Pollard’s rho Algorithm และ Fermat’s 
Factorization Method และนำามาเปรียบเทียบเรื่อง
เวลาในการแยกตัวประกอบของทั้ง 2 วิธี โดยเริ่ม
จากการวางแผน เลือกเครื่องมือ ติดตั้ง จำาลอง
เปรียบเทียบผล บนเครื่องคอมพิวเตอร์โน้ตบุ ๊ก 





rho Algorithm และ Fermat’s Factorization 
Method ถึงความแตกต่างกันด้านความเร็วใน
การแยกตัวประกอบทั้ง 2 แบบ โดยใช้ชุดข้อมูล
ตัวเลขท้ังสิ้น 171 ชุด ซึ่งประกอบไปด้วยตัวเลข
ตั้งแต่ 2 หลัก จนถึง 20 หลัก โดยมีเลขประจำา






    1) ศึกษาข้อมูลการแยกตัวประกอบด้วย
วิธี Pollard’s rho Algorithm และ Fermat’s 
Factorization Method 
2) วิเคราะห์และออกแบบการทดลอง
 2.1) กำาหนดกลุ ่มตัวอย่างของชุดข้อมูล 
เพื่อให้อยู ่ในขอบเขตที่ทำาการศึกษาวิจัย ตั้งแต่ 
2-20 หลัก โดยให้เลขประจำาหลักเป็นเลขตัว
เดียวกันทั้งหมด เริ่มตั้งแต่เลข 1-9 ในหลักต่างๆ 
จึงมีจำานวนรวม 171 ชุดข้อมูลในการทดลอง 
ดังภาพที่ 2
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 2.2) พั ฒ น า เ ค รื่ อ ง มื อ ใ น ก า ร แ ย ก
ตัวประกอบด ้วยวิ ธีการแยกตัวประกอบของ 
Pol lard’s rho Algor i thm และ Fermat’s 
Factorization Method โดยพัฒนาโค้ดการทดลอง
ด้วยโปรแกรม MATLAB
3) ทดลองแยกตัวประกอบทั้ง 171 ชุดข้อมูล 
ดังภาพที่ 2 ด้วยโปรแกรมที่พัฒนาขึ้นตามขั้นตอน 
Pollard’s rho Algorithm และ Fermat’s Factorization 
Method โดยแต่ละชุดข้อมูลจะทำาการประมวลผล 
เพือ่แยกตวัประกอบ 20 ครัง้ และนำามาหาค่าเฉลีย่ 
ของการคำานวณเวลาในการแยกตัวประกอบ 




โปรแกรม Microsoft Excel ดังสมการ (3)
ภ�พที่ 2 ชุดข้อมูลตั้งแต่ 2 – 20 หลักของชุดข้อมูล
        (3)
กำาหนดให้ t  คือ เวลาที่ใช้ในการประมวลการแยกตัวประกอบ
     n  คือ จำานวนครั้งทั้งหมดของการแยกตัวประกอบ
         i   คือ ประเภทของวิธีแยกตัวประกอบ 
 
2.1)  ก าหนดกลุ่มตวัอย่างของชุดขอ้มูล เพื่อให้อยู่ในขอบเขตทีท่ าการศกึษาวจิยั ตัง้แต่ 2-20 หลกั 
โดยใหเ้ลขประจ าหลกัเป็นเลขตวัเดยีวกนัทัง้หมด เริม่ตัง้แต่เลข 1-9 ในหลกัต่างๆ จงึมจี านวนรวม 171 ชุดขอ้มูล
ในการทดลอง ดงัภาพที ่2 
2.2) พฒันาเครื่องมอืในการแยกตวัประกอบดว้ยวธิกีารแยกตวัประกอบของ Pollard's rho Algorithm 
และ Fermat's Factorization Method โดยพฒันาโคด้การทดลองดว้ยโปรแกรม MATLAB 
3) ทดลองแยกตัวประกอบทัง้ 171 ชุดข้อมูล ดังภาพที่ 2 ด้วยโปรแกรมที่พัฒนาขึ้นตามขัน้ตอน 
Pollard's rho Algorithm และ Fermat's Factorization Method โดยแต่ละชุ ดข้อมูลจะท าการประมวลผล 
เพื่อแยกตวัประกอบ 20 ครัง้ และน ามาหาค่าเฉลีย่ของการค านวณเวลาในการแยกตวัประกอบทัง้ 20 ครัง้ เป็นการ
ตรวจสอบและเปรยีบเทยีบความแตกต่างของเวลาที่ใช้ในการค านวณ เพื่อให้ได้ค่าที่เที่ยงตรงมากที่สุด  โดยหา




ภาพท่ี 2 ชุดขอ้มลูตัง้แต่ 2 – 20 หลกัของชุดขอ้มลู 
 
            (3) 
 
ก าหนดให ้ t  คอื เวลาทีใ่ชใ้นการประมวลการแยกตวัประกอบ 
    n  คอื จ านวนครัง้ทัง้หมดของการแยกตวัประกอบ 
        i   คอื ประเภทของวธิแียกตวัประกอบ  




จากผลการด าเนินงานทีเ่กดิขึน้จากการใช้ MATLAB แสดงใหเ้หน็ความเรว็ของการแยกตวัประกอบของ 
Pollard's rho Algorithm แ ล ะ  Fermat's Factorization Method ที่ แ ต ก ต่ า ง กั น ข อ งทั ้ ง  171 ชุ ด ข้ อ มู ล  
โดยด าเนินการวเิคราะหแ์ละแสดงออกมาเป็นค่าเฉลีย่ ดงันี้ 
ซึ่งทำาการทดลองเช ่นนี้กับการแยกตัวประกอบท้ังสองวิ ธีและนำาผลลัพธ ์ด ้านเวลาของการ 
แยกตัวประกอบแต่ละชุดข้อมูลของทั้งสองอัลกอริทึมมาวิเคราะห์เปรียบเทียบข้อมูล
ผลการวิจัย 
จ า ก ผ ล ก า ร ดำ า เ นิ น ง า นที่ เ กิ ด ขึ้ น จ า ก
การ ใช ้  MATLAB แสดง ให ้ เห็ นความ เ ร็ ว
ของการแยกตัวประกอบของ Pollard’s rho 
Algor i thm และ Fermat ’s Factor izat ion 




ท่ี 2 - 10 พบว่าชุดข้อมูลท่ีทดสอบด้วยวิธี
ของ Pollard’s rho Algorithm ใช้เวลาในการ
แยกตัวประกอบน้อยกว่า Fermat’s Factorization 
Method ในชุดข้อมูลชนิด 2 – 5, 7, 8 และ 10 หลัก 
และ Fermat’s Factorization Method ใช้เวลา
ในการแยกตัวประกอบน้อยกว่า Pollard’s rho 
Algorithm ในชุดข้อมูลชนิด 6 และ 9 หลัก 
ดังภาพที่ 3
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ภ�พที่ 3 ค่าเฉลี่ยของชุดข้อมูลหลักที่ 2 - 10
 
 1) การประมวลผลรวมของชุดขอ้มลูหลกัที ่2 - 10 พบว่าชุดขอ้มลูทีท่ดสอบดว้ยวธิขีอง Pollard's rho 
Algorithm ใชเ้วลาในการแยกตวัประกอบน้อยกว่า Fermat's Factorization Method ในชุดขอ้มลูชนิด 2 – 5, 7, 8 
และ 10 หลัก และ Fermat's Factorization Method ใช้เวลาในการแยกตัวประกอบน้อยกว่า  Pollard's rho 




ภาพท่ี 3 ค่าเฉลีย่ของชุดขอ้มลูหลกัที ่2 - 10 
 
 2) การประมวลผลรวมของชุดขอ้มูลหลกัที่ 11 – 20 พบว่าชุดขอ้มูลทีท่ดสอบด้วยวธิขีอง Pollard's 
rho Algorithm ใชเ้วลาในการแยกตวัประกอบน้อยกว่า Fermat's Factorization Method ในชุดขอ้มลูชนิด 11, 13, 
14 และ 16 - 20 หลกั และ Fermat's Factorization Method ใชเ้วลาในการแยกตวัประกอบน้อยกวา่ Pollard's rho 




ภาพท่ี 4 ค่าเฉลีย่ของชุดขอ้มลูหลกัที ่11 – 20 
 
 3) การประมวลผลค่าเฉลี่ยของเลขคี่และเลขคู่ พบว่าชุดข้อมูลที่ทดสอบด้วยวิธขีอง Pollard's rho 
Algorithm ใช้เวลาในการแยกตัวประกอบน้อยกว่า Fermat's Factorization Method ทัง้ในชุดข้อมูลชนิดเลขคี่ 
และเลขคู่ ดงัภาพที ่5 
2) การประมวลผลรวมของชุดข้อมูลหลัก
ที่ 11 – 20 พบว่าชุดข้อมูลที่ทดสอบด้วยวิธี
ของ Pollard’s rho Algorithm ใช้เวลาในการ
แยกตัวประกอบน้อยกว่า Fermat’s Factorization 
Method ในชุดข้อมูลชนิด 11, 13, 14 และ 16 
- 20 หลัก และ Fermat’s Factorization Method 
ใช้เวลาในการแยกตัวประกอบน้อยกว่า Pollard’s 
rho Algorithm ในชุดข้อมูลชนิด 12 และ 15 หลัก 
ดังภาพที่ 4
ภ�พที่ 4 ค่าเฉลี่ยของชุดข้อมูลหลักที่ 11 – 20
 
 1) การประมวลผลรวมของชุดขอ้มลูหลกัที ่2 - 10 พบว่าชุดขอ้มลูทีท่ดสอบดว้ยวธิขีอง Pollard's rho 
Algorithm ใชเ้วลาในการแยกตวัประกอบน้อยกว่า Fermat's Factorization Method ในชุดขอ้มลูชนิด 2 – 5, 7, 8 
และ 10 หลัก และ Fermat's Factorization Method ใช้เวลาในการแยกตัวประกอบน้อยกว่า  Pollard's rho 




ภาพท่ี 3 ค่าเฉลีย่ของชุดขอ้มลูหลกัที ่2 - 10 
 
 2) การประมวลผลรวมของชุดขอ้มูลหลกัที่ 11 – 20 พบว่าชุดขอ้มูลทีท่ดสอบด้วยวธิขีอง Pollard's 
rho Algorithm ใชเ้วลาในการแยกตวัประกอบน้อยกว่า Fermat's Factorization Method ในชุดขอ้มลูชนิด 11, 13, 
14 และ 16 - 20 หลกั และ Fermat's Factorization Method ใชเ้วลาในการแยกตวัประกอบน้อยกวา่ Pollard's rho 




ภาพท่ี 4 ค่าเฉลีย่ของชุดขอ้มลูหลกัที ่11 – 20 
 
 3) การประมวลผลค่าเฉลี่ยของเลขคี่และเลขคู่ พบว่าชุดข้อมูลที่ทดสอบด้วยวิธขีอง Pollard's rho 
Algorithm ใช้เวลาในการแยกตัวประกอบน้อยกว่า Fermat's Factorization Method ทัง้ในชุดข้อมูลชนิดเลขคี่ 
และเลขคู่ ดงัภาพที ่5 
3) กา รปร ะมวลผลค ่ า เ ฉลี่ ย ขอ ง เ ลข
คี่และเลขคู ่ พบว่าชุดข ้อมูลที่ทดสอบด้วยวิธี
ของ Pollard’s rho Algori thm ใช ้เวลาใน
การแยกตั วปร ะกอบน ้ อยกว ่ า  Fe rma t ’ s 
Factorization Method ทั้งในชุดข้อมูลชนิดเลขคี่ 
และเลขคู่ ดังภาพที่ 5
4) การประมวลผลค่าเฉลี่ยรวมของกลุ ่ม
ตัวเลขตั้งแต่ 1 – 9 พบว่า หากแบ่งชุดข้อมูล 
โดยการประมวลผลค่าเฉลี่ยด้วยการใช้เลข 1 
ตั้งแต่ 2 – 20 หลัก ใช้เลข 2…ถึง 9 ตั้งแต่ 
2 – 20 หลัก เมื่อทดสอบด้วยวิธีของ Pollard’s 
rho Algorithm ใช้เวลาในการแยกตัวประกอบ
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น้อยกว่า Fermat’s Factorization Method 
ในชุดข้อมูลเลข 1, 2, 4, 5, 7, 8 และ 9 
และ Fermat’s Factorization Method ใช้เวลา
ในการแยกตัวประกอบน้อยกว่า Pollard’s rho 
Algorithm ในชุดข้อมูลเลข 3 และ 6 ดังภาพที่ 6
ภ�พที่ 5 ค่าเฉลี่ยของชุดข้อมูลเลขคี่และเลขคู่
 
 4) การประมวลผลค่าเฉลี่ยรวมของกลุ่มตัวเลขตัง้แต่ 1 – 9 พบว่า หา แบ่งชุดข้อมูลโดยการ
ประมวลผลค่าเฉลีย่ดว้ยการใชเ้ลข 1 ตัง้แต่ 2 – 20 หลกั ใชเ้ลข 2…ถงึ 9 ตัง้แต่ 2 – 20 หลกั เมื่อทดสอบดว้ยวธิี
ของ Pollard's rho Algorithm ใช้เวลาในการแยกตัวประกอบน้อยกว่า Fermat's Factorization Method ในชุด
ขอ้มูลเลข 1, 2, 4, 5, 7, 8 และ 9 และ Fermat's Factorization Method ใช้เวลาในการแยกตวัประกอบน้อยกว่า 








ภาพท่ี 6 ค่าเฉลีย่ของชุดขอ้มลูกลุ่มตวัเลขตัง้แต่ 1 - 9 
 
การแยกตวัประกอบทัง้ 171 ชุดขอ้มูล แสดงให้เหน็ความเรว็ในการแยกตวัประกอบของ Pollard's rho 
Algorithm และ Fermat's Factorization Method ขนาดของชุดขอ้มูลของอลักอรทิึมแต่ละวิธใีช้ความเรว็ในการ
แยกตวัประกอบต่างกนั ขนาดชุดขอ้มูลทีม่จี านวนตวัเลขหลกัมากกว่าจะใชเ้วลาในการแยกตวัประกอบมากกว่า  
และนอกจากนั ้นยังเห็นได้ถึงความแตกต่างระหว่าง Pollard's rho Algorithm และ Fermat's Factorization 
Method จะสงัเกตว่าผลการแยกตวัประกอบวธิ ีPollard's rho Algorithm จะใชเ้วลาในการแยกตวัประกอบน้อยกว่า
วธิ ีFermat's Factorization Method   
 
 
 4) การประมวลผลค่าเฉลี่ยรวมของกลุ่มตัวเลขตัง้แต่ 1 – 9 พ ว่า หา แบ่งชุดข้อมูลโดยการ
ประมวลผลค่าเฉลีย่ดว้ยการใชเ้ลข 1 ตัง้แต่ 2 – 20 หลกั ใชเ้ลข 2 ถงึ 9 ตัง้แต่ 2 – 20 หลกั เมื่อทดสอบดว้ยวธิี
ของ Pollard's rho Algorithm ใช้เวลาในการแยกตัวประกอบน้อยกว่า Fermat's Factorization Method ในชุด
ขอ้มูลเลข 1, 2, 4, 5, 7, 8 และ 9 และ Fermat's Factorization Method ใช้เวลาในการแยกตวัประกอบน้อยกว่า 








ภาพท่ี 6 ค่าเฉลีย่ของชุดขอ้มลูกลุ่มตวัเลขตัง้แต่ 1 - 9 
 
การแยกตวัประกอบทัง้ 171 ชุดขอ้มูล แสดงให้เหน็ความเรว็ในการแยกตวัประกอบของ Pollard's rho 
Algorithm และ Fermat's Factorization Method ขนาดของชุดขอ้มูลของอลักอรทิึมแต่ละวิธใีช้ความเรว็ในการ
แยกตวัประกอบต่างกนั ขนาดชุดขอ้มูลทีม่จี านวนตวัเลขหลกัมากกว่าจะใชเ้วลาในการแยกตวัประกอบมากกว่า 
และนอกจากนั ้นยังเห็นได้ถึงความแตกต่างระหว่าง Pollard's rho Algorithm และ Fermat's Factorization 
Method จะสงัเกตว่าผลการแยกตวัประกอบวธิ ีPollard's rho Algorithm จะใชเ้วลาในการแยกตวัประกอบน้อยกว่า
วธิ ีFermat's Factorization Method 
 
ภ�พที่ 6 ค่าเฉลี่ยของชุดข้อมูลกลุ่มตัวเลขตั้งแต่ 1 - 9
การแยกตัวประกอบทั้ง 171 ชุดข ้อมูล 
แสดงให ้เห็นความเร็วในการแยกตัวประกอบ
ของ Pollard’s rho Algorithm และ Fermat’s 




และนอกจากนั้นยัง เห็นได ้ถึ งความแตกต ่าง
ระหว่าง Pollard’s rho Algorithm และ Fermat’s 
Factorization Method จะสังเกตว่าผลการแยก
ตัวประกอบวิธี Pollard’s rho Algorithm จะใช้
เวลาในการแยกตัวประกอบน้อยกว่าวิธี Fermat’s 
Factorization Method  
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สรุปและอภิปรายผล
ผลการแยกตัวประกอบทั้ง 171 ชุดข้อมูล 
ด้านความเร็วในการแยกตัวประกอบของ Pollard’s 
rho Algorithm และ Fermat’s Factorization 
Method แสดงให้เห็นว่า การแยกตัวประกอบ
วิธี Pollard’s rho Algorithm มีประสิทธิภาพ
ด้านความเร็วในการแยกตัวประกอบได้ดีกว่าวิธี 
Fermat’s Factorization Method ซึ่งสอดคล้อง
กับผลการทดลอง [6, 7] ซึ่งได้สรุปผลว่าวิธี 




อื่นอย่างเช่น Dixon’s, Continued Fraction 
Factorization, Quadratic Sieve, General 










[1] Riesel, H. (2012). Prime numbers and computer methods for factorization. 2nd ed. 
The Royal Institute of Technology.
[2]  Stallings, W. (2006). Cryptography and network security: principles and practices. Pearson 
Education India.
[3]  Rivest, R. L., Shamir, A.; & Adleman, L. (1978). A method for obtaining digital signatures 
and public-key cryptosystems. Communications of the ACM. 21(2): 120-126.
[4]  Woodward, Alan. (2012). An emerging threat to public-key encryption. Retrieved June, 
2017, from https://www.profwoodward.org/2012/01/emerging-threat-to-public-key.
html
[5] DI Management Services Pty Limited. (2017). RSA Algorithm. Retrieved March 20, 2017, 
from http://www.di-gt.com.au/rsa_alg.html
[6] Janeba, M. (1994). Factoring Challenge Conquered - With a Little Help from Willamette. 
Retrieved January 15, 2011, from http://www.willamette.edu/~mjaneba/rsa129.html
[7] Duta, C. L., Gheorghe, L.; & Tapus, N. (2016). Framework for evaluation and comparison 
of integer factorization algorithms. In SAI Computing Conference (SAI), 2016. pp. 
1047-1053. 
[8]  Ambedkar, B. R.; & Bedi, S. S. (2011). A new factorization method to factorize rsa public 
key encryption. IJCSI International Journal of Computer Science Issues. 8(6).
[9] Phillips, C. L.; & Nagle, H. T. (2007). Digital control system analysis and design. Prentice 
Hall Press.
[10] Pollard, J. M. (1978). Monte Carlo methods for index computation (modp). Mathematics 
of computation. 32(143): 918-924.
24
วารสารมหาวิทยาลัยศรีนครินทรวิโรฒ (สาขาวิทยาศาสตร์และเทคโนโลยี) ปีที่ 10 ฉบับที่ 20 กรกฎาคม - ธันวาคม 2561
[11] Teske, E. (2001). On random walks for Pollard’s rho method. Mathematics of 
computation. 70(234): 809-825.
[12] Lenstra, A. K., Lenstra, H. W., Manasse, M. S.; & Pollard, J. M. (1993). The factorization 
of the ninth Fermat number. Mathematics of Computation. 61(203): 319-349.
[13] Brent, R. (1999). Factorization of the tenth Fermat number. Mathematics of Computation 
of the American Mathematical Society. 68(225): 429-451.
[14] Bach, E. (1991). Toward a theory of Pollard’s rho method. Information and 
Computation. 90(2): 139-155.
