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V današnjem času se storitve hranjenja podatkov v oblaku uporabljajo 
vsakodnevno. Shranjeni podatki v oblaku so nam na voljo vedno in povsod. 
Diplomska naloga obsega pregled ponudnikov storitve hranjenja podatkov v oblaku. 
Z obsežno tabelo ponudnikov storitev hranjenja podatkov v oblaku povzamemo 
njihove glavne lastnosti. Podrobnejše so predstavljene storitve Dropbox, Google 
Drive in Microsoft OneDrive, ki nam poleg storitev hranjenja podatkov v oblaku 
ponujajo tudi učinkovite rešitve skupnega urejanja shranjenih podatkov v oblaku z 
drugimi uporabniki. Spoznamo tudi Amazonovo storitev Cloud Drive, ki pa nam ne 
ponuja enake izkušnje kot storitve ostalih velikih ponudnikov. Prav tako si ogledamo 
storitvi Sync.com in IDrive, ki ponujata nekoliko varnejšo in zasebnejšo uporabo 
storitev hranjenja podatkov v oblaku. Omenimo tudi storitvi, ki združita več oblačnih 
storitev v eno samo storitev, in sicer odrive in MultCloud. Cilj diplomske naloge je 
seznaniti bralca z različnimi ponudniki storitev hranjenja podatkov v oblaku, 
omogočiti vpogled v delovanje, prednosti in slabosti storitev, ki mu bo nato v pomoč 
pri izbiri pravšnje rešitve.   
 
 
Ključne besede: računalništvo v oblaku, storitev hranjenjenja podatkov v 
oblaku, Dropbox, Google Drive, Microsoft OneDrive, Amazon Cloud Drive, 









Nowadays cloud data storage services are used on a daily basis. Data saved in 
the cloud is available to us always and anywhere. The thesis includes an overview of 
cloud storage providers. The extensive table of cloud storage providers summarizes 
the main features of presented services. Services like Dropbox, Google Drive and 
Microsoft OneDrive offer effective solutions for collaboration with other users. The 
thesis also presents Amazon Cloud Drive, which does not offer the same quality of 
experience as other large providers. It also presents the services Sync.com and 
IDrive, which offer a safer and more private use of cloud storage services. The 
odrive and MultCloud services, which combine multiple cloud storage services into a 
single service, are also mentioned. The objective of this thesis is to acquaint the 
reader with various cloud storage providers as well as to enable insight into the 
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1  Uvod 
Trg storitev v oblaku se hitro razvija. Po Gartnerju naj bi se do konca leta 2016 
trg infrastrukture kot storitve povečal za 38,4 % v primerjavi z letom 2015 ter 
dosegel vrednost 22,4 milijard ameriških dolarjev. Prav tako pričakujemo rast trga 
programske opreme kot storitve, in sicer za 20,3 %, kar bi pripeljalo do vrednosti 
trga 37,7 milijard ameriških dolarjev. Rast trga storitev v oblaku pričakujemo tudi v 
obdobju naslednjih 7 let [1]. 
 
Storitve v oblaku se v današnjem času zelo veliko uporabljajo. Kot primer take 
storitve vzemimo elektronsko pošto, kjer so podatki oziroma sporočila shranjena v 
oblaku in do katerih lahko dostopamo kadarkoli in od koderkoli. Prav želja po 
dostopnosti podatkov kadarkoli in od koderkoli je omogočila hiter razvoj storitev v 
oblaku.  
 
Diplomska naloga bralca seznani s storitvami hranjenja podatkov v oblaku. 
Ponudnikov takih storitev je zelo veliko. Omenimo eno izmed najpopularnejših takih 
storitev, in sicer Dropbox. Uporabniki teh storitev si želijo imeti shranjene podatke v 
oblaku vedno pri roki. Do shranjenih podatkov dostopajo s pomočjo svojih osebnih 
računalnikov in mobilnih naprav, podatke lahko po želji spreminjajo ter delijo z 
drugimi uporabniki. Vendar pa ima uporaba takih storitev tudi svoje pomanjkljivosti. 
Ena izmed njih je hitrost prenosa podatkov v oblak ter prevzemanje le-teh iz oblaka. 
Zamudno je predvsem začetno nalaganje podatkov v oblak. Velike datoteke se lahko 
prenašajo tudi več dni. Pomanjkljivo je tudi področje varovanja in zasebnosti 
podatkov. Veliko storitev hranjenja podatkov v oblaku ponuja uporabniku šifriranje 
podatkov v prenosu na njihove strežnike ter v času, ko so podatki na strežnikih. 
Vendar šifrirni ključ ostane pri ponudniku, kar omogoča tudi nepooblaščenim 
osebam dostop do podatkov, ki jih je uporabnik shranil v oblak. Seveda obstajajo 
tudi storitve, pri katerih šifrirni ključ ostane pri uporabniku, kar omogoča povsem 
zasebno hranjenje podatkov in uporabo storitve. 
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1.1  Cilj diplomskega dela 
Cilj diplomskega dela je seznaniti bralca s storitvami v oblaku, omogočiti 
vpogled v nekatere pomembne lastnosti storitev hranjenja podatkov v oblaku, kar bo 
v pomoč pri osebni izbiri ponudnika take storitve. Z obsežnim seznamom storitev 
hranjenja podatkov v oblaku želimo prepričati bralca v uporabo predvsem varnejših 
in zasebnejših, vendar ne tako popularnih ponudnikov storitev hranjenja podatkov v 
oblaku. Vemo, da je internet bogat z raznimi informacijami, za katere si ne želimo, 
da bi prišle v napačne roke. 
1.2  Metodologija dela 
 Samo diplomsko delo je pregledne narave, kar pomeni, da obsega pregled 
ponudnikov storitve hranjenja podatkov v oblaku ter glavnih lastnosti, prednosti in 
pomanjkljivosti teh storitev.  
 
V drugem poglavju so predstavljene osnove storitev v oblaku. Omenimo 
začetke zamisli računalništva v oblaku, definiramo oziroma povzamemo glavne 
lastnosti računalništva v oblaku, prikažemo osnovno arhitekturo računalništva v 
oblaku, omenimo glavne modele oblakov ter predstavimo hranjenje podatkov v 
oblaku. 
 
V tretjem poglavju je prikazana tabela s ponudniki storitev hranjenja podatkov 
v oblaku, ki povzame njihove glavne lastnosti. V komentarju tabele razvrstimo 
podobne storitve v smiselne skupine. 
 
V četrtem poglavju se osredotočimo na nekatere izbrane ponudnike, za katere 
avtor diplomske naloge meni, da jih je treba bolj podrobno pregledati in predstaviti 
bralcu. 
 
V zaključnem poglavju povzamemo glavne ugotovitve diplomske naloge in 





2  Računalništvo v oblaku 
Ideja o računalništvu v oblaku sega v leto 1961, ko naj bi profesor John 
McCarthy v svojem govoru na MIT-u prvi govoril o računalniški tehnologiji, kjer bi 
računalniško moč ter določene aplikacije lahko prodajali po modelu prodaje vode ali 
električne energije. S tem bi računalniške storitve bile na voljo vsem državljanom 
oziroma splošni javnosti. Ideja je bila zelo popularna do konca šestdesetih let 20. 
stoletja, vendar so jo v srednjih sedemdesetih letih opustili, saj je bilo jasno, da 
strojna oprema, programska oprema ter telekomunikacijske tehnologije enostavno še 
niso bile pripravljene nanjo. Idejo obudijo znova na začetku 21. stoletja [2]. 
 
Izraz računalništvo v oblaku (ang. Cloud Computing) se v svetu IKT 
(informacijsko-komunikacijske tehnologije) zelo veliko uporablja. Po definiciji si 
računalništvo v oblaku lahko predstavljamo kot storitev, ki nam na našo zahtevo 
ponudi IT-vire in aplikacije, do katerih lahko dostopamo preko interneta [3]. Podatki 
so shranjeni in dostopni v oblaku, zaradi česar lahko do podatkov dostopamo 
kadarkoli in od koderkoli. Samo število takih storitev, ki jih ponujajo ponudniki, je 
veliko. Primer take storitve je elektronska pošta (Gmail, Hotmail), do katere lahko 
uporabnik dostopa preko interneta. Uporabnik lahko izbira med storitvami za 
elektronsko pošto, video posnetki na zahtevo, shranjevanje in deljenje podatkov z 
drugimi uporabniki, socialna omrežja ter drugo. Za uporabo navedenih storitev 
uporabniku ni treba nameščati dodatne programske opreme, saj lahko do teh storitev 
dostopa preko preprostih odjemalcev, ki komunicirajo s storitvami v oblaku. Taki 
odjemalci so največkrat kar brskalniki. Glavni ponudniki takih storitev so Google, 
Microsoft, Amazon in IBM. 
 
Ključne karakteristike računalništva v oblaku povzame definicija Nacionalnega 
Inštituta za Standarde in Tehnologijo (NIST – the National Institute of Standards and 
Technology) [4]:  
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 Storitev na zahtevo (ang. On-demand self-service): uporabnik storitve 
lahko uporabi računalniške vire brez interakcije s ponudnikom storitev. 
 Širok dostop do omrežja (ang. Broad network access): računalniški viri 
so na voljo preko interneta in dostopni preko različnih odjemalcev 
(pametni telefoni, tablice, prenosni računalniki, delovne postaje). 
 Akumulacija virov (ang. Resource pooling): računalniški viri 
ponudnika so dinamično dodeljeni različnim uporabnikom glede na 
njihove zahteve. 
 Elastičnost (ang. Rapid elasticity): računalniški viri se glede na 
obremenitev zasedajo in dodeljujejo. S tem uporabnik dobi občutek 
neomejenosti virov. 
 Merjenje porabe (ang. Measured service): Oblačni sistem samodejno 
nadzira in optimizira porabo virov. To omogoča transparentnost storitve 
na strani ponudnika in odjemalca storitve. 
 
Poleg zgoraj naštetih karakteristik lahko omenimo še nekaj lastnosti storitev, 
značilnih za računalništvo v oblaku, kot so plačilo po porabi (ang. Pay-as-you-go 
billing), prilagodljivost (ang. Flexibility), učinkovitost (ang. Efficiency), razširljivost 
(ang. Scalability) in varčnost (ang. Cost-Effectiveness). 
2.1  Arhitektura računalništva v oblaku 
Arhitektura računalništva v oblaku je sestavljena iz treh nivojev, ki skupaj 
tvorijo obliko piramide, ki nam ponazarja medsebojne odvisnosti med posameznimi 
nivoji. Slika 1 nam prikazuje nivoje računalništva v oblaku, ki so [4]:  
 programska oprema kot storitev (ang. Software as a Service ‒ SaaS), 
 platforma kot storitev (ang. Platform as a Service ‒ PaaS), 
 infrastruktura kot storitev (ang. Infrastracture as a Service ‒ IaaS). 
 
Slika 1: Arhitektura računalništva v oblaku 
2.2  Modeli oblakov 5 
 
SaaS: programska oprema kot storitev. Storitev, ki je uporabnikom najzanimivejša in 
s katero se največkrat srečujejo. Uporabniki dostopajo do storitve preko brskalnika 
ali pa nameščenega programskega vmesnika. Uporabnik nima nadzora nad nižje 
ležečimi nivoji. Ponudnik teh storitev je Google s svojimi storitvami, kot so Gmail, 
YouTube, Google Docs, med popularnejšimi storitvami pa so še Facebook, 
Salesforce. Sem uvrščamo tudi storitve, kot so Dropbox, Box, Google Drive, 
Microsoft OneDrive, ki jih bomo obravnavali v nadaljevanju. 
 
PaaS: platforma kot storitev. Uporabniki tega nivoja so večinoma razvijalci, ki 
razvijajo in poganjajo svoje aplikacije znotraj platforme, ki jo ponudnik ponuja. 
Uporabniki nimajo nadzora na nižje ležečim nivojem, s tem pa tudi manjšo kontrolo 
in fleksibilnost. Med take storitve uvrščamo Amazon Web Services, Google App 
Engine, Microsoft Azure in Force.com. 
 
IaaS: infrastruktura kot storitev. Predstavlja najnižji nivo arhitekture računalništva v 
oblaku, brez katerega celotna arhitektura ne bi mogla obstajati. Ponudnik ponuja 
strojno opremo kot storitev. Ponudniki takih storitev so Amazon S3, Amazon EC2, 
Rackspace, VMware. 
2.2  Modeli oblakov 
Čeprav je bilo računalništvo v oblaku prvotno mišljeno kot storitev za širšo 
javnost, so se sčasoma oblikovali trije glavni modeli oblakov (ang. Deployment 
models), in sicer javni, zasebni in hibridni [5].  
 
Javni oblak predstavlja infrastrukturo, ki je namenjena splošni javnosti oziroma 
skupnosti. Upravlja ga ponudnik, ki ponuja to storitev. 
 
Zasebni oblak predstavlja infrastrukturo, ki je namenjena izključno posamezni 
organizaciji. Upravlja jo lahko organizacija sama ali pa zunanji ponudnik.  
 
Hibridni oblak je sestavljen iz dveh ali več oblačnih infrastruktur (javni ali 
zasebni oblak), ki kot taki ostajajo še naprej, vendar so medsebojno povezani s 
standardnimi tehnologijami, ki omogočajo prenosljivost podatkov in aplikacij. 
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2.3  Storitve v oblaku 
Vsak izmed nas se je zagotovo že srečal s storitvijo v oblaku. Storitve v oblaku 
so aplikacije ter strojna in programska oprema, dostavljena kot storitev preko 
interneta.  Torej nam take storitve predstavljajo samopostrežne storitve na zahtevo. 
Nekatere storitve v oblaku so javno dostopne. Zagotovo smo se že vsi srečali s 
storitvijo YouTube, ki nam ponuja brezplačen ogled videoposnetkov. Storitev v 
oblaku je tudi Gmail. Prav tako sta storitvi v oblaku tudi svetovno popularni socialni 
omrežji Facebook in Twitter. Shramba v oblaku je prav tako storitev v oblaku, ki 
nam omogoča najem strežnikov v oblaku. Primer take storitve je Amazon s svojo 
storitvijo Amazon EC2. Storitev v oblaku sta tudi hranjenje podatkov ali varnostnih 
kopij podatkov v oblaku. Pregled storitev hranjenja podatkov v oblaku je osrednja 
tema diplomske naloge. 
2.3.1  Shramba v oblaku  
Shramba v oblaku (ang. Cloud storage) je tip shranjevanja podatkov, kjer so 
digitalni podatki shranjeni v logičnih skupinah, na več različnih strežnikih, ki so 
pogosto na različnih lokacijah, ter fizičnega okolja, ki je v lasti in nadzorovan s strani 
ponudnika storitve. Ponudniki so odgovorni, da so shranjeni podatki na voljo in 
dostopni uporabniku ter skrbijo, da fizično okolje deluje in je zaščiteno [6]. 
 
Sama arhitektura shrambe v oblaku je bazirana na visoko navidezni 
infrastrukturi in nam tako, kot računalništvo v oblaku, ponuja storitev, ki je elastična, 
razširljiva, viri pa so merljivi. Take storitve so Amazon S3, Google Cloud Storage, 
Microsoft Azure. 
  
Prednosti storitve so dostopnost do podatkov kadarkoli in od koderkoli, 
možnost souporabe podatkov z drugimi uporabniki, storitev je lahko uporabljena tudi 
za hranjenje podatkov ali varnostnih kopij podatkov. Z uporabo storitve uporabniku 
ni treba imeti dragih sistemov za shranjevanje podatkov, saj enostavno zakupi 
prostor, ki ga potrebuje. 
2.3.2  Hranjenje podatkov v oblaku 
Storitev hranjenja podatkov v oblaku nam omogoča shranjevanje želenih 
podatkov v oblak s pomočjo namenske programske opreme. Torej lahko storitev 
uvrstimo v piramido arhitekture računalništva v oblaku, in sicer v nivo programske 
opreme kot storitev. 
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Predpostavka je, da hranjenje podatkov v oblaku vključuje sinhronizacijo 
podatkov, shranjenih v oblaku, omogoča souporabo podatkov z drugimi uporabniki 
ter omogoča dostop ne glede na lokacijo uporabnika. Uporabnik do podatkov 
dostopa preko interneta. Sam dostop do storitve je mogoč preko spletnih aplikacij 
oziroma s pomočjo nameščene programske opreme na uporabnikovi napravi. Primeri 
takih storitev so Dropbox, Google Drive in drugi. 
2.3.3  Hranjenje varnostnih kopij v oblaku 
Podobna storitev je tudi varnostno kopiranje podatkov v oblak (ang. Cloud 
Backup). Sama storitev nam omogoča kopiranje varnostnih kopij na strežnike, ki 
nam le-te obvarujejo v primeru nezgode ali drugih neljubih dogodkov. Varnostno 
kopiranje podatkov po navadi poteka po določenem urniku. Do varnostnih kopij 
lahko nato dostopamo preko spletnega vmesnika oziroma programske opreme, ki 
nam jo ponuja ponudnik. Še vedno pa je za uporabo varnostnega kopiranja 
pomembnejših podatkov priporočljivejša uporaba fizičnih naprav, ki nam omogoča 
predvsem hitrejše varnostno kopiranje in obnovo podatkov. Predstavnika takih 
storitev sta Backblaze in Carbonite [58]. 
 
Obe storitvi pa imata tudi nekaj slabosti. Hitrost prenosa podatkov oziroma 
varnostnih kopij je odvisna od pasovne širine povezave, ki jo uporabnik uporablja. 
Problemi nastopijo predvsem pri prenosu večjih datotek. Ponudniki storitev hranjenja 
podatkov v oblaku pogosto ponujajo dokaj majhne začetne količine zakupljenega 
prostora, zato je uporabnik z velikimi potrebami po prostoru za shranjevanje, 
prisiljen zakupiti večje količine. Na drugi strani pa ponudniki storitev hranjenja 
varnostnih kopij v oblaku navadno ponujajo neomejene količine prostora za 
hranjenje varnostnih kopij podatkov. Podatki, shranjeni v oblaku, pa so tudi bogat 
izvor informacij in so zato privlačni hekerjem ter raznim varnostnim službam. Ker so 
podatki pogosto shranjeni na več strežnikih, je tudi večja možnost nepooblaščene 
uporabe podatkov. 
2.3.4  Razlika med shrambo v oblaku, hranjenjem podatkov in varnostnih kopij 
v oblaku 
Kot smo videli, so oblačne storitve, ki smo jih omenili, med seboj zelo 
povezane oziroma podobne. Na eni strani imamo storitev shrambe v oblaku, ki nam 
predstavlja najeto fizično opremo oziroma zakupljene strežnike v oblaku. Shrambo v 
oblaku uvrščamo v nivo infrastrukture v oblaku. Na drugi strani imamo dve med 
seboj podobni storitvi, ki pa uporabljata shrambo v oblaku kot prostor, kamor 
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shranjujemo podatke. Ponudnik nam s svojo programsko opremo, spletnim 
vmesnikom ali odjemalcem omogoča hranjenje podatkov oziroma uporabo teh 
storitev. Storitev hranjenja podatkov torej uvrščamo v nivo programske opreme kot 
storitve, in sicer prav zaradi programske opreme, ki nam je ponujena s strani 
ponudnikov ob uporabi njihove storitve. Za hranjenje podatkov poskrbi ponudnik 
storitve z uporabo nižje ležečih nivojev. Storitev hranjenja varnostnih kopij v oblaku 
bi lahko uvrstili prav tako v ta nivo, saj nam ponudniki prav tako ponujajo 
programsko opremo za uporabo storitev, vendar je v uporabi samostojen nivo, in 





3  Pregled storitev hranjenja podatkov v oblaku 
Na trgu storitev hranjenja podatkov v oblaku obstaja veliko ponudnikov.  Le-ti 
nam ponujajo različno velike kapacitete hranjenja podatkov, nekateri ponujajo 
začetno kapaciteto brezplačno, ki pa jo uporabnik z večjimi potrebami kaj hitro 
zapolni ter je nato potreben zakup dodatnega prostora. Kvaliteta storitve (ang. 
Quality of Service ‒ QoS) in uporabniška izkušnja (ang. Quality of Experience ‒ 
QoE) sta različni od ponudnika do ponudnika. Storitev, kjer je hitrost sinhronizacije 
in prenosa podatkov majhna, lahko povzroča uporabniku veliko preglavic. Poleg 
kapacitete prostora za hranjenje podatkov in hitrosti prenosa le-teh je pomembna 
lastnost tudi varnost in zasebnost naših shranjenih podatkov v oblaku. Na podlagi 
lastnosti storitve se uporabnik lažje odloči, katera storitev je zanj najbolj ustrezna.  
 
Kot smo že omenili, je ponudnikov storitev hranjenja podatkov v oblaku 
veliko. V Tabela 1 so povzete glavne lastnosti tridesetih ponudnikov storitve 
hranjenja podatkov v oblaku. Pogledali si bomo:  
 koliko prostora nam ponudniki ponujajo brezplačno oziroma kakšna je 
največja kapaciteta za shranjevanje podatkov,  
 na katerih platformah lahko storitev uporabljamo,  
 kako do storitve dostopamo oziroma jo uporabljamo, 
 na kakšen način je poskrbljeno za varnost naših shranjenih podatkov, 
 možnost sinhronizacije podatkov z drugimi napravami, ki jih uporabnik 
uporablja,  
 možnost deljenja podatkov z drugimi uporabniki, 
 možnost skupnega urejanja shranjenih podatkov. 
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Livedrive [32] Od 2 TB do 5 
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Tabela 1: Pregled storitev hranjenja podatkov v oblaku 
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3.1  Kapaciteta prostora za hranjenje podatkov 
Iz Tabela 1 vidimo, da nekateri ponudniki ponujajo uporabnikom brezplačne 
začetne kapacitete prostora za shranjevanje podatkov v oblaku. Velikost brezplačne 
kapacitete se giblje od 2 GB naprej. Največ brezplačnega prostora ponujajo storitve 
Google Drive, pCloud in Mega. Google Drive nam ponuja 15 GB brezplačno, vendar 
se moramo zavedati, da je to skupna kapaciteta, ki jo uporabljajo hkrati storitve 
Google Drive, Gmail in Google Fotografije. Storitev pCloud nam brezplačno ponuja 
do 20 GB prostora. Največja brezplačna kapaciteta znaša 50 GB, ki pa nam jo 
ponujajo pri storitvi Mega.  
 
V primeru, da ima uporabnik potrebo pa večji količini prostora za shranjevanje 
podatkov, se lahko odloči za zakup dodatnega prostora. Kot vidimo, se lahko 
količina zakupljenega prostora povzpne do več TB. Poslovni uporabniki si lahko 
zagotovijo še več prostora. Prav tako opazimo veliko ponudnikov z neomejeno 
količino zakupljenega prostora. Te storitve so namenjene predvsem shranjevanju 
varnostnih kopij ogromnih količin podatkov. 
3.2  Podprte platforme in uporaba storitve 
Skoraj vse storitve lahko uporabljamo na platformah z vsemi bolj znanimi in 
popularnejšimi operacijskimi sistemi. Kot vidimo, večina storitev podpira uporabo na 
namiznih napravah, ki delujejo  na operacijskih sistemih Windows in Mac. Prav tako 
je podprta uporaba storitev na mobilnih napravah z iOS in Android operacijskimi 
sistemi.  
 
Storitve, ki podpirajo delovanje na platformah z operacijskim sistemom Linux 
so Dropbox, IDrive, Mega, Crashplan, pCloud, Tresorit, AltDrive, Mozy, 
SpiderOakOneBitcasa, ADrive in Yander.disk. Opazimo, da je večina teh storitev 
namenjena shranjevanju varnostnih kopij, saj ne podpirajo sinhronizacije podatkov 
ter njihove souporabe. 
 
Nekatere storitve podpirajo delovanje storitve na operacijskem sistemu 
Windows Phone, in sicer Dropbox, Microsoft OneDrive, Box, IDrive, Mega, Acronis 
True Image Cloud, Tresorit, Livedrive in Yander.disk. Opazimo tudi, da zelo malo 
storitev podpira delovanje na platformah Kindle Fire ter BlackBerry. 
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Sama uporaba storitev je pri vseh ponudnikih zelo podobna. Pri večini 
ponudnikov lahko do storitve dostopamo preko spletnega vmesnika s pomočjo 
spletnega brskalnika. Uporaba le-teh je za povprečnega uporabnika dokaj preprosta. 
Primer spletnega vmesnika, preprostega za uporabo, storitve Sync.com vidimo na 
Slika 2 [37].  
 
Slika 2: Spletni vmesnik storitve Sync.com 
Velika večina storitev omogoča uporabo lastnega klienta za namizne naprave, 
ki ga preprosto namestimo in storitev lahko uporabljamo z namizja. Podatke namreč 
shranjujemo v posebno mapo, ki nam jo aplikacija ustvari. Primer uporabe 
namiznega klienta storitve Google Drive vidimo na Slika 3 [38]. Prav tako so nam na 
voljo aplikacije za mobilne naprave.  
 
Slika 3: Uporaba klienta za namizne naprave storitve Google Drive 
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Storitvi Carbonite in AltDrive nam ne ponujata dostopa preko spletne strani, 
saj sta namenjeni samodejnemu hranjenju varnostnih kopij s pomočjo klienta, ki 
deluje v ozadju. Do storitve CertainSafe pa lahko dostopamo samo preko spletne 
strani. 
3.3  Varnost shranjenih podatkov 
Varnost shranjenih podatkov v oblaku je zelo pomembna lastnost storitev. 
Uporabniki si želijo, da bi bili shranjeni podatki dostopni samo njim, torej želijo 
zasebnost pri uporabi storitve. 
 
Kot je razvidno iz pridobljenih podatkov o varnosti storitev, se za prenos 
podatkov od uporabnika do strežnika uporablja protokol SSL
1
, ki nam omogoča 
varen prenos podatkov. Preko protokola se prenašajo podatki, zaščiteni z enkripcijo. 
Protokol SSL onemogoča prisluškovanje in vdore. Zraven protokola SSL se 




Sami podatki, ki so shranjeni na strežnikih oziroma so v mirovanju, so šifrirani 
s šifrirnim algoritmom AES
3
. Kot vidimo, uporablja večina storitev šifrirni algoritem 
AES z 256-bitnimi šifrirnimi ključi. Za razbitje takega ključa bi potrebovali več 
desetletij. Žal pa veliko ponudnikov šifrirni ključ zadrži pri sebi oziroma na svojih 
strežnikih, tako da obstaja nevarnost nepooblaščene uporabe shranjenih podatkov. 
 
Nekatere storitve omogočajo šifriranje podatkov od konca do konca, kar 
pomeni, da so podatki šifrirani, še preden zapustijo odjemalca, ki ga uporabnik 
uporablja. Šifrirni ključ ostane pri uporabniku, kar zagotavlja zasebnost in varnost 
shranjenih podatkov. Storitve, pri katerih je šifrirni ključ v lasti uporabnika, so Box, 
Carbonite, IDrive, Sync.com, ElephantDrive, Mega, Backblaze, Crashplan, SOS 
Online Backup, Acronis True Image Cloud, pCloud, Tresorit, AltDrive, Mozy in 
SpiderOakOne. 
 
Vse več ponudnikov omogoča uporabo dodatnega mehanizma glede varnosti, 
in sicer dvostopenjsko verifikacijo. Uporabnik dobi kodo v obliki SMS-sporočila, 
telefonskega klica ali prek elektronske pošte, ki jo nato ob prijavi vnese v svoj račun. 
                                                 
1
 Sloj varnih vtičnic (ang. Secure Socket Layer ‒ SSL) je protokol med aplikacijskim slojem in 
slojem IP. Omogoča vzpostavljanje varne povezave med odjemalcem in strežnikom [44]. 
2
 Varnost transportnega nivoja (ang. Transport Layer Security) 
3
 Napredni standard za šifriranje (ang. Advanced Encryption Standard ‒ AES) 
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Primeri storitev z možnostjo dvostopenjske verifikacije so Dropbox, Doogle Drive, 
Microsoft OneDrive, Box, IDrive, Apple icloud Drive, Sync.com, Backblaze in 
Tresorit. 
3.4  Sinhronizacija podatkov in souporaba 
V Tabela 1 vidimo, da velika večina omogoča sinhronizacijo podatkov med 
posameznimi napravami, ki jih uporabnik uporablja. Tako ima uporabnik na vsaki 
napravi omogočen dostop do zadnje shranjene različice dokumenta oziroma podatka. 
Veliko storitev podpira možnost deljenja podatkov z drugimi uporabniki preko 
varnih povezav.  
 
Storitvi Dropbox in Microsoft OneDrive omogočata skupno urejanje 
dokumentov z uporabo programske opreme Microsoft Office, medtem ko storitev 
Google Drive enako možnost omogoča s storitvami Google Dokumenti, Preglednice 
in Predstavitve. 
 
Nekateri ponudniki možnosti deljenja oziroma souporabe podatkov ne 
omogočajo. Gre se predvsem za storitve, ki shranjujejo varnostne kopije podatkov v 





4  Storitve hranjenja podatkov v oblaku 
Kot je razvidno iz prejšnjega poglavja, je seznam ponudnikov storitve 
hranjenja podatkov v oblaku ogromen. V poglavju pred nami so predstavljene 
storitve hranjenja podatkov v oblaku nekaterih velikih ponudnikov, in sicer Dropbox, 
Google Drive in Microsoft OneDrive, ki nam v pogled storitve hranjenja podatkov v 
oblaku ponujajo odlične rešitve skupnega urejanja podatkov, shranjenih v oblaku z 
drugimi uporabniki. Storitvi Dropbox in Google Drive sta tudi dve najpopularnejši 
storitvi hranjenja podatkov v oblaku. Pogledali si bomo tudi storitev Cloud Drive, 
storitev velikana Amazona, ki pa se osredotoča predvsem na ponujanje infrastrukture 
kot storitve, kar se vidi v nekoliko slabši izvedbi storitve hranjenja podatkov v 
oblaku v primerjavi z ostalimi velikimi ponudniki. Predstavili bomo tudi dve manj 
znani storitvi Sync.com in IDrive, ki pa svoje prednosti kažeta predvsem v varni in 
zasebni uporabi storitve. Na koncu poglavja si bomo ogledali še možnosti storitev 
odrive in MultCloud, ki nekatere storitve v oblaku združita v eno samo storitev.  
 
Pri vsaki storitvi si bomo pogledali, kakšno kapaciteto nam ponudniki 
ponujajo, kako je poskrbljeno za varnost podatkov, ki jih shranimo v oblak, kakšne 
so hitrosti prenosa podatkov, možnost sinhronizacije ter ostale pomembne lastnosti 
storitve.  
4.1  Dropbox 
Dropbox je brezplačna oblačna storitev podjetja Dropbox inc. s sedežem 
podjetja v San Franciscu v Združenih državah Amerike. Podjetje sta leta 2007 
ustanovila Drew Houston in Arash Ferdowsi. Je najpopularnejša storitev hranjenja 
podatkov v oblaku, kar nam pove podatek, da ima že več kot 500 milijonov 
registriranih uporabnikov. Število uporabnikov narašča iz dneva v dan [39]. 
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Dropbox je bila ena prvih storitev hranjenja podatkov v oblaku. Storitev ponuja 
uporabniku hranjenje datotek oziroma podatkov v oblaku, sinhronizacijo med več 
napravami, osebni oblak ter programsko opremo za uporabo storitve [40]. Storitev je 
združljiva z Microsoftovo programsko opremo Office, kar omogoča uporabniku 
možnost deljenja oziroma skupnega urejanja dokumentov. 
 
Uporabniku je na voljo programska oprema za operacijske sisteme Microsoft 
Windows, Linux in Mac OS X, prav tako pa tudi za mobilne operacijske sisteme 
Android, iOS, Windows Phone in BlackBerry. Namizna aplikacija ustvari mapo 
Dropbox, kamor uporabnik shranjuje svoje datoteke oziroma podatke. Do storitve 
lahko dostopamo tudi preko spletne strani, in sicer z uporabo brskalnikov Chrome, 
Firefox, Internet Explorer, Microsoft Edge in Safari.  
 
Datoteke oziroma podatki, ki jih shranjujemo v oblak preko aplikacije, so 
lahko poljubne velikosti, torej ni omejitve. Če le-te shranjujemo preko spletne strani, 
smo omejeni z največjo velikostjo datoteke 10 GB.  
4.1.1  Delovanje in varnost 
Storitev Dropbox je v večjem delu napisana v programskem jeziku Python. 
Podatki, ki jih uporabnik preko nameščene namizne aplikacije doda v označeno 
Dropbox mapo ali preko spletne strani, se sinhronizirajo s strežnikom in z vsemi 
napravami, na katerih ima uporabnik nameščen odjemalec. Kopije teh podatkov se 
torej prenesejo na strežnik in vse ostale uporabnikove naprave. Prav tako lahko 
označimo tudi datoteke oziroma podatke, ki jih ne želimo sinhronizirati z drugimi 
napravami. Dostop do izbranih podatkov je možen tudi brez internetnega dostopa. 
Dropbox je za hranjenje podatkov uporabljal Amazonovo storitev Simple Storage 
Service (S3)
4
, vendar so se na začetku leta 2016 odločili storitev prestaviti na svojo 
infrastrukturo [41].  
 
Podatke, ki jih želimo naložiti v oblak, Dropbox razdeli na kose velikosti 4 MB 
z možnostjo manjše velikosti zadnjega kosa. Aplikacija nato datotekam izračuna 
prstne odtise z zgoščevalno funkcijo SHA
5
-256 in shrani izračunane vrednosti na 
strežnik. Vsebina datotek se primerja s prstnimi odtisi datotek na strežniku. Če 
                                                 
4
 Amazonova storitev Simple Storage Service ponuja varno, vzdržljivo, razširljivo shrambo za 
hranjenje podatkov v oblaku oziroma shranjevanje datotek in podatkov na njihove strežnike. Do 
podatkov dostopamo prek spletnega vmesnika [42]. 
5
 Varni zgoščevalni algoritem (ang. Secure Hash Algorithm ‒ SHA) 
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datoteka s takim prstnim odtisom ne obstaja, se prenese na strežnik. V primeru, da 
datoteka s pripadajočim prstnim odtisom na strežniku že obstaja, se le-ta ne prenese 
na strežnik, ampak se naredi samo povezava na to datoteko. S tem se prihrani  
prostor za hranjenje, omrežni promet ter se pospeši sinhronizacija. 
 
Dropbox uporablja tehniko delta enkodiranja (ang. Delta encoding). Pri tem se 
na strežnik prenesejo samo deli podatkov ali datotek, ki so bili spremenjeni pri zadnji 
sinhronizaciji. Dropbox prav tako ponuja tehnologijo, imenovano LANSync, ki 
omogoča računalnikom v lokalnem omrežju varen prenos podatkov med seboj in ne 
z glavnega strežnika. LANSync je bil razvit s strani inženirja Paula Bohma. 
 
Za varovanje povezave uporablja storitev Dropbox protokol SSL. Povezava je 
šifrirana, kar uporabniku omogoča varen prenos podatkov. Za šifriranje podatkov je 
uporabljen algoritem AES z 256-bitnim ključem. S šifriranimi ključi upravlja 
Dropbox in na njih uporabnik nima vpliva, zato so uporabniški podatki nezavarovani 
in dostopni nepooblaščenim osebam. 
 
Z uporabo dvostopenjskega overjanja lahko dodatno zaščitimo oziroma 
otežimo nepooblaščen dostop do uporabniškega računa. Ko je ta možnost aktivirana, 
uporabnik nastavi, ali želi pridobiti kodo preko tekstovnega sporočila, ali pa želi 
generirati kodo v aplikaciji, ki jo nato uporabi skupaj z geslom ob prijavi v svoj 
Dropbox račun.  
4.1.2  Hitrost in zanesljivost 
Sama hitrost prenosa podatkov v oblak in iz njega je zelo pomembna. Za 
prenos datotek v oblak, Dropbox uporabi 75 % največje hitrosti povezave, ki jo ima 
uporabnik na voljo. Hitrost prenosa podatkov k uporabniku je največja, kar jo 
omogoča povezava. Sama hitrost nalaganja in prevzemanja podatkov je kljub malo 
daljšemu začetnemu nalaganju dobra in tako lahko opravimo zadane naloge v  času, 
ki nam ne povzročajo nevšečnosti. 
 
Dropbox za sinhronizacijo datotek, večjih od 16 MB, uporablja Streaming 
Sync sinhronizacijo. Pred uporabo Streaming Sync sinhronizacije je bila 
sinhronizacija razdeljena na dve fazi ‒ faza nalaganja podatkov na strežnik in faza 
prevzemanja podatkov s strežnika, kar pomeni, da je datoteka morala biti v celoti 
naložena na strežnik in potrjena v bazo podatkov, preden so jo odjemalci na drugih 
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napravah zaznali. Streaming Sync nam omogoča vzpostavitev toka med odjemalci 
preko strežnikov, kar nam do 2-krat skrajša prehodni čas [43]. 
 
V svetu IKT težimo, da bi storitev, ki jo ponujamo uporabnikom, bila čim bolj 
zanesljiva. To zanesljivost ponazorimo s sistemom devetic. Več, kot je 9 na 
decimalnih mestih, boljša je naša storitev. Kot primer vzemimo storitev z 99,999-
odstotno dostopnostjo, kar pomeni, da storitev ne bo delovala 5,256 minute v 
celotnem letu. Storitev Dropbox je bila v drugi polovici leta 2013 dostopna 99,85 %, 
torej je bila v tem obdobju nedostopna približno 1 uro in 6 minut na mesec. Ta 
podatek velja za vse potrjene izpade oziroma nedelovanja sistema. Če prištejemo še 
nepotrjene izpade, pridemo do podatka, da je bila storitev dostopna v 99,63 %, kar 
pomeni, da sistem ne deluje približno 2 uri in 45 minut na mesec [45].  
4.1.3  Plani ponudbe 
Dropbox ponuja uporabnikom 3 različne plane oziroma modele storitve, in 
sicer: 
 Dropbox Basic 
 Dropbox Pro 
 Dropbox Business 
 
Brezplačna storitev hranjenja podatkov v oblaku Dropbox Basic je omejena z 2 
GB prostora. Uporabnik si lahko količino prostora poveča z vabili prijateljem, da 
začnejo uporabljati storitev Dropbox. Vsak prijatelj, ki začne uporabljati storitev, 
uporabniku poveča količino prostora za hranjenje podatkov za 500 MB. Uporabnik si 
lahko na ta način poveča kapaciteto prostora za hranjenje do 16 GB. Brezplačna 
uporaba storitve je varna, zanesljiva, dostopna od koderkoli ter omogoča možnost 
souporabe podatkov z drugimi uporabniki. Omogoča nam tudi povrnitev izbrisanih 
podatkov v roku 30 dni ter dostop do predhodnih različic podatkov. 
 
Dropbox Pro je plačljiva storitev, namenjena naprednejšim uporabnikom, ki 
jim je osnovna različica storitve z 2 GB premajhna. Za ceno 9,99 $ na mesec dobi 
uporabnik na voljo 1 TB oziroma 1000 GB prostora za hranjenje podatkov v oblaku. 
Poleg vseh lastnosti osnovne različice storitve nam napredna različica omogoča hitro 
pošiljanje povezav do vseh datotek v uporabnikovem Dropbox oblaku. Uporabnik 
lahko podatke deli tudi z osebo, ki nima Dropbox računa. Povezave do deljenih 
podatkov je možno zaščititi z gesli in časovno omejiti trajanje povezave do datotek. 
Uporabnik lahko nastavi, ali naj bodo podatki, ki so v souporabi, drugim 
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uporabnikom samo vidni ali pa jih lahko tudi urejajo. Različica storitve omogoča tudi 
oddaljeno brisanje podatkov na morebitni ukradeni napravi. 
 
Poslovna različica Dropbox Business za ceno 12 $ po uporabniku na mesec 
ponuja neomejeno količino prostora za hranjenje, neomejeno povrnitev izbrisanih 
podatkov, upravljanje z možnostmi souporabe podatkov ter neomejeno tehnično 
podporo. Souporaba podatkov je možna znotraj in zunaj skupine [7].  
4.2  Google Drive 
Google Drive je storitev hranjenja podatkov v oblaku ameriškega podjetja 
Google. Podjetje sta leta 1998 ustanovila Larry Page in Sergey Brin. Sedež podjetja 
je v Mountain View v Združenih državah Amerike.  
 
Storitev Google Drive omogoča hranjenje podatkov v oblaku, deljenje datotek 
ter urejanje dokumentov, predstavitev in preglednic v souporabi z drugimi 
uporabniki. Storitev je bila javnosti prvič predstavljena 24. aprila leta 2012. 
Septembra 2015 naj bi bilo registriranih več kot milijon milijonov uporabnikov 
storitve Google Drive [46]. 
4.2.1  Uporaba storitve in ponudba 
 Za uporabo storitve mora uporabnik imeti odprt Googlov račun. To pomeni, da 
ima vsak, ki že uporablja Googlove storitve, kot sta Gmail in YouTube, dostop tudi 
do storitve Google Drive. S pomočjo storitev uporabnik varno shrani podatke v oblak 
ter ima do njih omogočen dostop z različnih naprav, na katerih ima uporabnik 
nameščen odjemalec. Za shranjevanje podatkov Google Drive uporablja Googlovo 
shrambo (ang. Google Storage), katere kapaciteto deli še s storitvami Gmail in 
Google Fotografije. 
 
S storitvijo lahko shranjujemo dokumente, slike, avdio in video posnetke. Če 
uporabnik želi, lahko obstoječe Microsoftove dokumente spremeni v dokumente 
Googlovega formata. Shranjevanje podatkov ima tudi omejitve, tako smo pri 
hranjenju dokumentov omejeni z 1,02 milijoni znaki oziroma z velikostjo datoteke 
največ 50 MB, če le-to spremenimo v Google Dokumenti format. Pri hranjenju 
preglednic smo omejeni z 2 milijoni uporabljenih celic, pri hranjenju predstavitev pa 
s 100 MB velikimi datotekami. Za vse ostale tipe datotek velja omejitev velikosti 
datoteke na 5 TB. 
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Podatke in datoteke uporabnik shranjuje v mapo My Drive. V mapi so 
prikazani vsi shranjeni podatki ter datoteke, ustvarjene s storitvijo Google 
Dokumenti, Preglednice in Predstavitve. Do mape lahko uporabnik dostopa preko 
spletnega brskalnika (Chrome, Firefox, Internet Explorer, Safari), preko aplikacije za 
pametne telefone Android in iPhone ter preko klienta za uporabo storitve na osebnem 
računalniku z operacijskim sistemom Windows ali Mac. Po namestitvi aplikacije na 
mobilno napravo ali računalnik se podatki, hranjeni v mapi My Drive, sinhronizirajo 
s storitvijo Google Drive na spletu, tako da lahko uporabnik vidi in uporabi podatke 
oziroma dokumente na drugih napravah. Sinhronizirajo se samo podatki v mapi My 
Drive ter datoteke, ustvarjene s storitvijo Google Dokumenti, Preglednice in 
Predstavitve. Na operacijskem sistemu Linux je trenutno uporabniku mogoč dostop 
do storitve Google Drive samo preko spletnega brskalnika.  
 
Podatke, ki jih je uporabnik shranil v storitev Google Drive, lahko deli z 
drugimi uporabniki, ki lahko podatke vidijo, komentirajo in urejajo. Datoteke lahko 
deli z vnosom @gmail.com elektronskih naslovov oseb, s katerimi želi deliti podatke 
ali pa prek povezave do datoteke. Do datoteke lahko nato dostopa vsak, ki ima 
naslov povezave. Shranjene podatke lahko urejamo skupaj z drugimi uporabniki, to 
nam omogoča uporaba storitev Google Dokumenti, Preglednice in Predstavitve. Z 
uporabo spletnega brskalnika Google Chrome lahko uporabnik dostopa do 
dokumentov, preglednic in predstavitev tudi brez internetne povezave. 
 
Google vsem svojim uporabnikom storitev Google Drive, Gmail in Google 
Fotografije ponuja brezplačno 15 GB prostora v Google shrambi. Uporabnik si lahko 
količino zakupljenega prostora v zameno za plačilo poveča na 100 GB, 1 TB, 10TB, 
20 TB in 30 TB. Omenimo, da je cena za 1 TB prostora enaka kot pri storitvi 
Dropbox, in sicer 9,99 $ na mesec. Uporabnikom Googlovih storitev v poslovne ali 
izobraževalne namene je na voljo začetna količina 30 GB zakupljenega prostora v 
shrambi. Skupina s 5 ali več člani ima na voljo neomejeno količino prostora za 
hranjenje podatkov. V primeru skupine z manj kot 5 člani pa je količina prostora 
omejena na 1 TB po uporabniku. 
4.2.2  Hitrost in zanesljivost 
Storitev privzeto uporablja 100 % pasovne širine povezave za prenos podatkov 
od uporabnika ter v smeri k uporabniku. Uporabnik lahko sam nastavi pasovno širino 
povezave, ki jo lahko omeji ali pa uporabi polno pasovno širino. Z zmanjšanjem 
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pasovne širine povezave uporabnik pusti nekaj pasovne širine tudi za druge 
aplikacije na računalniku.  
 
Sama uporaba storitve Google Drive pa ni brezhibna. Hitrost prenašanja 
podatkov ni odlika storitve Google Drive. V testu prenosa podatkov naj bi se pojavile 
tudi napake, kot so ne-zaznavanje celotne vsebine, ki jo želimo naložiti v oblak ter 
počasno prevzemanje vsebine zaradi dodatnega preračunavanja zmožnosti 
kompresije datotek v 2 GB ali manj veliko datoteko. 
 
Glede zanesljivosti dostopanja do storitve je Google Drive zelo konkurenčen. 
Sodeč po študiji, opravljeni s strani skupine Pingdom, je bila storitev v času 30 dni 
100-odstotno dostopna [47]. Svojim poslovnim uporabnikom Google zagotavlja 
delovanje storitve v 99,9 % časa. V primeru slabše dostopnosti je poslovnim 
uporabnikom zagotovljen določen popust pri zaračunavanju storitve [49]. 
4.2.3  Varnost in zasebnost 
Google storitve, vključno s storitvijo Google Drive, uporabljajo za dostop do 
podatkov tunele HTTPS
6
. Protokol HTTPS nam zagotavlja, da ima dostop do 
podatkov samo uporabnik in nihče drug. Za varovanje povezave Google Drive 
storitev uporablja protokola SSL in TLS.  
 
Google Drive uporablja šifriranje podatkov na povezavi med uporabnikom in 
strežnikom ter na povezavi med samimi podatkovnimi centri. Sama storitev žal ne 
ponuja lokalnega šifriranja podatkov. Shranjeni podatki v mirovanju so šifrirani s 
128-bitnim algoritmom AES.  Storitev ne podpira šifriranje od konca do konca in 
brez tega so podatki o uporabniku nezavarovani in dostopni nepooblaščenim osebam. 
Za preprečitev tega Google uporablja 2048-bitne šifrirne ključe, ki jih zamenjajo 
vsakih nekaj tednov. 
 
Uporabniku je omogočena tudi dvostopenjska avtentikacija računa. Uporabnik 
pridobi kodo s pomočjo aplikacije Google Authenticator, tekstovnega sporočila ali 
telefonskega klica s strani Googlove službe za pomoč uporabnikom. Postopek je 
treba ponoviti vsakih 30 dni [48]. 
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4.3  Microsoft OneDrive 
OneDrive je storitev svetovno znanega in velikega podjetja Microsoft. Sedež 
podjetja je v Redmondu v Združenih državah Amerike. Podjetje sta leta 1975 
ustanovila Paul Allen in Bill Gates. Sama storitev je bila ponujena javnosti v uporabo 
22. maja leta 2008. Prvotno se je imenovala SkyDrive. V začetku leta 2014 so 
storitev preimenovali v današnje ime OneDrive.  Storitev OneDrive je namenjena 
shranjevanju podatkov v oblak. Dostop do shranjenih podatkov je z uporabo 
interneta mogoč kadarkoli in od koderkoli. Omogoča sinhronizacijo podatkov z 
vsemi napravami, ki jih uporabnik uporablja. Prav tako omogoča deljenje podatkov z 
drugimi uporabniki ter skupno urejanje le-teh. 
4.3.1  Lastnosti storitve OneDrive 
Uporabnik ob registraciji dobi 5 GB brezplačnega prostora za shranjevanje 
podatkov. Če imamo potrebo po večji količini, lahko dokupimo 50 GB prostora za 
shranjevanje podatkov. Uporabniki storitve Office 365 dobijo 1 TB prostora. Cena 
takega paketa je 99,99 $, kar znese malo več kot 8 $ na mesec. 
 
Do storitve OneDrive lahko dostopamo preko spletnega vmesnika s pomočjo 
spletnega brskalnika. Sam vmesnik je pregleden in enostaven za uporabo. Prav tako 
nam je na voljo klient za uporabo storitve z namizja naše naprave. Klient obstaja za 
naprave z operacijskim sistemom Windows in Mac. Uporabnik podatke, ki jih želi 
shraniti, enostavno prenese v mapo, ki nam jo aplikacija ustvari. Uporabniku je na 
voljo tudi aplikacija za uporabo storitve na mobilnih napravah z operacijskimi 
sistemi Windows Phone, iOS in Android. 
 
Sodeč po rezultatih testov prenosa podatkov, ki jih je avtor teksta opravil [51], 
je uporaba storitve OneDrive zelo počasna. Čas nalaganja 5 GB velike datoteke v 
OneDrive oblak je približno štirikrat daljši kot pri storitvi Dropbox. Čas prevzemanja 
istega podatka iz oblaka pa je kar dvanajstkrat daljši. Hitrost prenosa podatkov 
storitve OneDrive zagotovo ni lastnost, ki bi jo lahko pohvalili. 
 
Pomanjkljivost storitve je tudi varnost in zasebnost shranjenih podatkov. 
Podjetje Microsoft sodeluje z državnimi varnostnimi službami s tako imenovano 
˝politiko odprtih vrat˝. Ta omogoča varnostnim službam vpogled v shranjene 
informacije v oblaku. Torej shranjeni podatki niso na voljo samo uporabniku, temveč 
tudi nepooblaščenim osebam. Sami podatki so šifrirani samo v prenosu na strežnike, 
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in sicer s 128-bitnim protokolom SSL. Podatki, ki so shranjeni na strežnikih, so 
nezavarovani. Storitev omogoča uporabo dvostopenjske verifikacije ob prijavi v 
račun. Varnostna koda je generirana z uporabo aplikacije, poslana v obliki sporočila 
na elektronski naslov ali na mobilno napravo v obliki SMS-sporočila [51].   
 
Glavna prednost storitve OneDrive je skupno urejanje dokumentov z drugimi 
uporabniki. Potrebna je uporaba Microsoftove storitve Office 365, ki nam omogoča 
skupno urejanje in souporabo dokumentov z drugimi uporabniki prek spleta. Podatke 
je možno enostavno deliti z drugimi uporabniki prek neposredne povezave do 
deljenih podatkov ali pa z vpisom elektronskega naslova osebe, s katero želimo 
podatke deliti. Storitev je združljiva tudi s programsko opremo Microsoft Office, kar 
nam omogoča delo z dokumenti v Office programih, ki so nato shranjeni in 
sinhronizirani v oblaku. 
4.4  Amazon Cloud Drive 
Cloud Drive je storitev hranjenja podatkov v oblaku podjetja Amazon, Inc. 
Storitev je bila javnosti predstavljena leta 2011. Podjetje je leta 1994 ustanovil Jeff 
Bezos. Sedež ponudnika storitve je v Seattlu v Združenih državah Amerike. Danes je 
podjetje Amazon ponudnik največje svetovne spletne trgovine. Poleg storitve spletne 
trgovine nam Amazon ponuja tudi storitve v oblaku.  
 
Amazon je tudi največji ponudnik infrastrukture kot storitve. Omenimo lahko 
storitev, ki jo uporablja večina ponudnikov storitve hranjenja podatkov v oblaku, in 
sicer Amazon S3. Storitev Amazon S3 nam ponuja možnost najema prostora za 
shranjevanje podatkov na Amazonovih strežnikih. Podobna storitev je Amazon EC2, 
ki nam omogoča najem navideznih strežnikov v oblaku. Amazon nam ponuja tudi 
storitve PaaS. Taka storitev je platforma za internet stvari, AWS IoT, ki nam 
omogoča povezavo naprav v oblak. 
4.4.1  Lastnosti storitve Amazon Cloud Drive 
Poleg dveh vodilnih storitev podjetja Amazon, spletne trgovine in ponudbe 
infrastrukture kot storitve nam Amazon ponuja tudi storitev hranjenja podatkov v 
oblaku, Amazon Cloud Drive. Storitev Amazon Cloud Drive nam je ponujena v dveh 
različicah. Prva ponudba obsega neomejeno prostora za shranjevanje slik ter 5 GB 
prostora za shranjevanje video posnetkov in ostalih podatkov. Ponudba je prve 3 
mesece brezplačna, nato pa je treba letno odšteti 11,99 $ za uporabo storitve. Druga 
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različica nam ponuja neomejeno prostora za shranjevanje slik, video posnetkov in 
ostalih podatkov. Za tako storitev je treba po trimesečnem brezplačnem obdobju 
odšteti 59,99 $. Opazimo, da je storitev Amazon Cloud Drive v primerjavi s ponudbo 
ostalih velikih ponudnikov storitve nekoliko cenejša. 
 
Do storitve lahko dostopamo s pomočjo spletnih brskalnikov Internet Explorer 
9+, Safari 6+, Firefox in Google Chrome. Kot vidimo na Slika 4 [52], da čeprav je 
spletni vmesnik precej preprosto ustvarjen, nam ne ponuja enake uporabniške 
izkušnje kot storitev Dropbox, ki ima kakovostnejši spletni vmesnik.  
 
Slika 4: Spletni vmesnik storitve Amazon Cloud Drive 
Z uporabo storitve preko spletnega vmesnika podatkov, večjih od 2 GB, ni 
mogoče naložiti. Za to potrebujemo klienta za namizne naprave, ki deluje na 
operacijskih sistemih Windows in Mac. Za uporabo storitve na mobilnih napravah je 
uporabniku na voljo aplikacija za operacijske sisteme iOS, Android in Fire. 
 
Sama storitev je namenjena predvsem hranjenju varnostnih kopij podatkov. To 
lastnost kaže predvsem v nezmožnosti samodejne sinhronizacije podatkov z drugimi 
napravami. Spremenjene podatke je treba vedno znova naložiti v oblak. 
 
Amazon Cloud Drive podpira možnost deljenja podatkov z drugimi uporabniki, 
in sicer z uporabo povezav do deljenih podatkov.  Za razliko od velikih ponudnikov 
Dropbox, Google Drive in Microsoft OneDrive nam Amazon ne omogoča skupnega 
urejanja podatkov prek spleta. Podatke je treba prenesti na napravo, jih urediti ter jih 
nato znova shraniti v oblak. 
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Storitev Amazon Cloud Drive za shranjevanje podatkov v oblaku uporablja 
lastno storitev Amazon S3. Podatki se prenašajo na strežnike prek povezav HTTPS, 
za varno povezavo je poskrbljeno s protokolom SSL. Podatki, shranjeni na 
strežnikih, so šifrirani z algoritmom AES.  
 
Lahko rečemo, da je Amazonova storitev hranjenja podatkov v oblaku 
nekoliko manj kakovostna od podobnih storitev ostalih velikih ponudnikov. Tu se 
vidi predvsem osredotočenost na ponudbo infrastrukture kot storitve. Kot smo že 
omenili, je prav na tem področju Amazon največji ponudnik [53]. 
4.5  Sync.com 
Storitev hranjenja podatkov v oblaku Sync.com je bila ustvarjena z idejo, da se 
uporabnikom omogoči shranjevanje podatkov v oblak, vendar brez odrekanja 
zasebnosti in varnosti. Storitev je bila ponujena javnosti za uporabo oktobra leta 
2011. Ponudnik storitve je podjetje Sync.com Inc. s sedežem podjetja v Torontu v 
Kanadi. Sync.com je polno šifrirana storitev z ničelnim znanjem (ang. Zero-
knowledge) o shranjenih podatkih uporabnika. Storitev omogoča sinhronizacijo 
podatkov na vseh napravah, dostopnost do podatkov kadarkoli in od koderkoli ter 
souporabo podatkov z drugimi uporabniki. 
4.5.1  Kaj nam storitev Sync.com ponuja 
Sync.com uporabniku ponuja 5 GB brezplačnega prostora za shranjevanje 
podatkov v oblaku. Uporabnik z željo po večji kapaciteti prostora za shranjevanje 
podatkov lahko dokupi poslovno oziroma Pro različico s 500 GB oziroma največ 2 
TB prostora. Cena različice z 2 TB prostora je 98 $ na leto, kar predstavlja približno 
4 $ mesečno za 1 TB prostora. Poslovna različica prinaša uporabniku tudi nekaj 
dodatnih možnosti uporabe storitve, kot so:  
 nastavitve časa trajanja podatkov, ki jih deli z ostalimi osebami, 
 upravljanje z dovoljenji glede deljenih podatkov, kot so samo branje 
podatkov ali branje in urejanje podatkov, 
 nastavitev omejitev in ogled statusa prevzemanja podatkov, 
 oddaljeno brisanje podatkov, ki jih uporabnik deli. 
 
Sync.com ponuja svojim uporabnikom varno in zasebno storitev hranjenja 
podatkov. S svojim ničelnim znanjem o shranjenih podatkih in šifriranjem podatkov 
od konca do konca zagotavlja uporabniku zasebnost hranjenja podatkov, do katerih 
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ima dostop samo uporabnik in nihče drug. Podatki so šifrirani že na strani odjemalca, 
na računalniku oziroma napravi, ki jo uporabnik uporablja. Šifrirani ostanejo tudi v 
prenosu v oblak in na strani strežnika, kjer so shranjeni. Šifrirni ključ ostane pri 
uporabniku, ki ga nato potrebuje za dešifriranje podatkov. Podatki so šifrirani z 
algoritmom AES z 256-bitnim ključem, uporabljen je 2048-bitni RSA
7
-šifrirni 
postopek, za varen prenos podatkov je poskrbljeno s protokoloma SSL/TLS, za 
dodatno varnost pa z dvostopenjsko verifikacijo. 
4.5.2  Uporaba in hitrost 
Uporabnik lahko dostopa do svojih podatkov preko s pomočjo spletnega 
brskalnika ali pa si prenese klienta za namizne naprave z operacijskimi sistemi 
Windows ali Mac, ki ustvarijo mapo, kamor uporabnik nato shranjuje podatke. Prav 
tako so na voljo aplikacije za mobilne naprave z operacijskimi sistemi iOS in 
Android. Uporaba storitve preko spletnega vmesnika je mogoča s spletnimi 
brskalniki Internet Explorer 10+, Edge, Safari 7+, Firefox 15+ in Chrome 20+. Preko 
spletnega vmesnika lahko uporabnik obnovi izbrisane podatke oziroma pridobi 
prejšnje različice shranjenega podatka. Podatki, ki so shranjeni v oblaku, se 
sinhronizirajo na vse naprave, ki jih uporabnik uporablja. Storitev omogoča tudi 
selektivno sinhronizacijo, ki ponudi možnost izbire podatkov, ki jih želimo 
sinhronizirati. 
 
Želene podatke lahko uporabnik deli z drugimi uporabniki, tudi s tistimi, ki 
nimajo Sync.com uporabniškega računa. Povezave do deljenih podatkov so šifrirane 
in zasebne. Prav tako lahko nastavimo geslo do povezave, omejimo čas trajanja 
uporabe in število prevzemanj podatkov. Storitev omogoča tudi souporabo delovnega 
prostora, torej varno, šifrirano, souporabo podatkov s svojimi delovnimi kolegi 
oziroma znotraj skupine. 
 
Sync.com si prizadeva, da uporabi za prenos podatkov celotno pasovno širino, 
ki je uporabniku na voljo. Kljub prizadevanju za uporabo celotne pasovne širine 
povezave namizni klient za uporabo storitve podpira hitrost prenosa podatkov do 
največ 5 MB na sekundo. Kot vemo, storitev uporablja šifriranje od konca do konca, 
zato je hitrost prenosa podatkov odvisna tudi od hitrosti šifriranja podatkov na strani 
odjemalca. Zaradi tega se nam zdi, da je hitrost prenosa počasnejša kot pri prenosu 
nešifriranih podatkov ponudnikov, ki ne ponujajo šifriranja od konca do konca. V 
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primeru izgube povezave se prenos podatkov nadaljuje od mesta prekinitve takoj, ko 
uporabnik spet vzpostavi povezavo [54]. 
4.6  IDrive 
IDrive je storitev hranjenja podatkov v oblaku podjetja IDrive Inc. s sedežem 
podjetja v Calabasasu v Združenih državah Amerike. Podjetje je leta 2007 ustanovil 
Raghu Kulkarni. Storitev ponuja svojim uporabnikom prostor za shranjevanje 
podatkov in varnostih kopij, dostop do le-teh z neomejenega števila uporabnikovih 
namiznih in mobilnih naprav kjerkoli in od koderkoli. Shranjevanje podatkov je 
varno, saj storitev omogoča izbiro zasebnega šifrirnega ključa, s katerim so shranjeni 
šifrirani podatki in do katerih lahko dostopa le uporabnik s šifrirnim ključem.  
4.6.1  Paketi in uporaba storitve 
Uporabnikom storitve je na voljo več paketov ponudbe. Osnovni paket vsebuje 
5 GB prostora za shranjevanje varnostnih kopij. Za uporabnike z večjo potrebo po 
prostoru za shranjevanje je na voljo paket z 1 TB  ali 10 TB prostora. V ponudbi je 
tudi paket, ki omogoča uporabo prostora za več uporabniških računov krati, in sicer s 
količino prostora od 1 TB do 10 TB. Na voljo je tudi poslovna različica, ki vsebuje 
od 250 GB do 1.25 TB prostora in podporo za varnostno kopiranje strežniških 
podatkov, podatkovnih baz in Linux podatkov. Vse ponudbe vključujejo še isto 
količino prostora za hranjenje podatkov, ki jih želimo sinhronizirati z vsemi 
napravami, ki jih uporabljamo.  
 
IDrive omogoča uporabniku uporabo storitve z neomejenega števila namiznih 
in mobilnih naprav. Do storitve uporabnik dostopa preko spletnega vmesnika s 
pomočjo spletnega brskalnika ali s pomočjo klienta, ki ga predhodno namesti na 
izbrano napravo. Klienta lahko namestimo na namizne naprave z operacijskimi 
sistemi Windows, Mac in Linux. Uporabniku je na voljo tudi aplikacija za mobilne 
naprave, ki delujejo na iOS, Android in Windows Phone operacijskih sistemih.    
 
S storitvijo IDrive uporabnik shrani varnostne kopije podatkov in želene 
datoteke v oblak ali lokalno na fizično napravo IDrive One. Čeprav shranjevanje 
varnostnih kopij in podatkov uporabniku omogoča dostop do le-teh od koderkoli, 
uporaba fizične naprave IDrive One odpravi predvsem glavno pomanjkljivost 
shranjevanja podatkov v oblak, in sicer hitrost shranjevanja in prevzemanja 
podatkov. Če ima uporabnik velike količine podatkov, ki jih želi shraniti, lahko 
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naroči fizično napravo, kamor shrani varnostne kopije in podatke, ter napravo vrne v 
podjetje, kjer podatke prenesejo v oblak. 
 
Storitev shranjuje podatke po segmentih oziroma delih. Prenese se samo 
spremenjeni del podatkov, ki so že bili v celoti shranjeni v oblak. Tako se optimizira 
uporaba pasovne širine za prenos podatkov v oblak in zagotovi, da so prenosi hitri. 
IDrive za prenos podatkov privzeto uporablja 100 % pasovne širine, ki je na voljo. 
Uporabnik lahko omogoči uporabo opcije avtomatskega premora, ki omeji porabo 
pasovne širine na 25 %, ko se storitev uporablja na računalniku oziroma na 100 %, 
ko uporabnik uporablja storitev na drugih napravah. Omejitve je možno nastaviti po 
uporabnikovih željah.  
 
Uporabnik lahko aktivira možnost sinhronizacije podatkov z vsemi napravami, 
ki jih uporablja. Aktivacijo je treba opraviti samo enkrat. Ko aktiviramo možnost 
sinhronizacije, se podatki znotraj izbrane mape sinhronizirajo z vsemi napravami, kar 
omogoča takojšen dostop do zadnje različice shranjenih podatkov. Storitev omogoča 
deljenje podatkov s komerkoli. Ustvari se varna povezava do podatkov, ki jo 
uporabnik lahko nato pošlje preko elektronske pošte ali storitev Facebook in Twitter, 
in sicer osebam, s katerimi želi deliti podatke.  
4.6.2  Varnost shranjenih podatkov 
Za varnost shranjenih podatkov je poskrbljeno z 256-bitnim algoritmom AES. 
Podatki so šifrirani, preden se pošljejo na strežnike oziroma v oblak. Šifrirni ključ 
ostane v lasti uporabnika, kar uporabniku zagotavlja, da so podatki varni, zasebni ter 
je dostop do le-teh mogoč samo uporabniku. V primeru izgube šifrirnega ključa 
dostop do podatkov ni več mogoč. Za varno povezavo je poskrbljeno z 256-bitnim 
protokolom SSL. Za dodatno varnost podatkov je poskrbljeno z dvostopenjsko 
verifikacijo, ki uporabniku ob prijavi v račun pošlje varnostno številko v obliki 
tekstovnega sporočila na mobilno napravo, telefonskega klica ali na elektronski 
naslov. 
 
Storitev IDrive vsebuje shranjene podatke v oblaku tudi takrat, ko jih izbrišemo 
z računalnika. S to možnostjo lahko uporabnik še vedno obnovi oziroma pridobi 
podatke, čeprav so le-ti izbrisani z računalnika. Izbrisane podatke lahko uporabnik 
obnovi v roku 30 dni [55]. 
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4.7  Odrive 
Storitev odrive nam združi nekatere oblačne storitve v eno samo storitev. Z 
uporabo storitve odrive si olajšamo delo z več storitvami v oblaku hkrati. Do storitev, 
kot so YouTube, Gmail, Instagram, Facebook, Dropbox, Google Drive, Amazon S3 
in drugih storitev v oblaku, dostopamo preko enega samega uporabniškega računa. 
Podatke lahko enostavno prenašamo iz ene oblačne storitve v drugo. 
 
Trenutno sta na voljo brezplačni paket ter Premium paket, ki vključuje nekatere 
dodatne možnosti uporabe storitve, kot so sinhronizacija zunanjih map in diskov, 
urejanje pravil sinhronizacije za posamezno datoteko, nastavitev pasovne širine 
povezave ter šifriranje podatkov na strani odjemalca. Cena Premium paketa je 8,25 $ 
na mesec. 
 
Sama storitev omogoča sinhronizacijo podatkov, shranjenih v storitvah, ki jih 
uporabljamo. Sinhronizacijo nam omogoča klient za namizne naprave, ki deluje na 
operacijskih sistemih Windows, Mac in Linux. Odrive nam prek varnih povezav do 
podatkov omogoča enostavno deljenje podatkov z drugimi uporabniki. Skupna 
uporaba prostora za shranjevanje z drugimi uporabniki je prav tako mogoča. 
 
Oblak storitve odrive je zaseben. Storitev odrive nam ponuja ničelno znanje o 
naših shranjenih podatkih. Podatki so šifrirani na strani odjemalca, kar pomeni, da so 
zaščiteni, še preden zapustijo računalnik. Za šifriranje podatkov je uporabljen 256-
bitni algoritem AES. Šifrirni ključ ostane pri uporabniku, s katerim ima samo 
uporabnik dostop do shranjenih podatkov [56].  
4.8  MultCloud 
Storitev MultCloud nam prav tako kot odrive združi več storitev v oblaku v 
eno samo storitev. MultCloud podpira uporabo storitev, kot so Dropbox, Box, 
Google Drive, Amazon S3, MediaFire, Mega, MySQL in druge. 
 
Uporabniku je na voljo brezplačna različica ter Premium različica, ki poleg 
lastnosti brezplačne različice omogoča še neomejen promet podatkov med storitvami 
v oblaku, ustvarjanje urnikov prenosov podatkov, uporabo raznih filtrov ter hitrejše 
delovanje storitve. Cena Premium različice je 42 $ letno.  
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Storitev MultCloud nam omogoča enostavno prenašanje podatkov iz ene v 
drugo oblačno storitev. Storitev uporabljamo kot bi sicer uporabljali Windows 
Explorer. V skupni mapi so prikazane mape vseh storitev v oblaku, ki jih 
uporabljamo. Podatke lahko nato enostavno nalagamo, prevzemamo, kopiramo, 
lepimo, brišemo, delimo in tako dalje. Dokumente formatov DOC, PDF in XLS si 
lahko predogledamo tudi na spletu. 
 
MultCloud prenaša podatke, šifrirane z 256-bitnim algoritmom AES. Za varno 
povezavo je poskrbljeno s protokolom SSL. Podatki se ne shranjujejo na strežnikih 
ponudnika storitev MultCloud. Storitev ne shranjuje uporabniških imen in gesel, ki 
jih potrebujemo za povezavo do storitev v oblaku. 
 
MultCloud uporablja v ozadju tehnologijo prenosa podatkov, kjer ni treba imeti 
prižganega računalnika. V primeru izgube napajanja računalnika storitev samostojno 
opravi prenašanje podatkov med oblaki, če smo seveda prej uporabili funkciji 
Kopiraj in Prilepi. 
 
Za izboljšanje hitrosti prenosa podatkov in stabilnosti sistema uporablja 
storitev MultCloud tehnologijo več vzporednih strežnikov, ki poveča uspešnost 
prenosa podatkov za 200 %. Uporabniku zato ni treba skrbeti, če kakšen strežnik 
preneha delovati [57].  
 
Vidimo, da uporaba storitev, ki združujejo več storitev v oblaku v eno storitev, 
olajša uporabo več storitev različnih ponudnikov storitev v oblaku hkrati. Podobne 





5  Sklepne ugotovitve 
V današnjem času si uporabniki želimo, da bi imeli pomembne podatke 
oziroma datoteke vedno pri roki. Do njih želimo dostopati kadarkoli, od koderkoli ter 
imeti dostop do njih ne glede na to, katero napravo uporabljamo. Storitev hranjenja 
podatkov v oblaku nam omogoča vse to.  
 
Kot je prikazano v diplomski nalogi, se število ponudnikov storitev hranjenja 
podatkov v oblaku povečuje iz dneva v dan. Storitve so si med seboj zelo podobne. 
Večina nam ponuja brezplačno začetno količino prostora za hranjenje naših 
podatkov. Skoraj vse storitve varujejo podatke med prenosom na strežnike ter v času 
hranjenja podatkov na strežnikih. Velika večina storitev omogoča sinhronizacijo 
shranjenih podatkov z vsemi napravami, ki jih uporabljamo, prav tako pa tudi 
deljenje oziroma souporabo podatkov z drugimi uporabniki. Kot vidimo, imajo 
storitve v glavnem zelo podobne lastnosti. Seveda smo uporabniki zelo različni glede 
svojih potreb po storitvah hranjenja podatkov v oblaku. Nekateri si želimo čim večjo 
hitrost prenašanje podatkov v oblak ter prevzemanje podatkov iz oblaka, nekateri 
uporabniki si želijo predvsem varne in zasebne uporabe storitve, spet drugi 
potrebujejo le veliko prostora za hranjenje velikih količin podatkov. 
 
Hitrost prenašanja podatkov v oblak in prevzemanje le-teh iz oblaka je zelo 
pomembna. Kot smo spoznali v vsebini diplomske naloge, predstavljene storitve 
uporabljajo privzeto 100 % pasovne širine povezave, ki je uporabniku na voljo. Čas 
prenašanja podatkov nam nekoliko podaljšujejo razna šifriranja in dešifriranja 
podatkov, kompresije podatkov ter varnostni pregledi podatkov. V času, ko imamo v 
svojih domovih povezave s hitrostjo nekaj 10 MB na sekundo, nam hitrost 
shranjevanja in prevzemanja podatkov iz oblaka ne bi smela predstavljati velike 
težave. Seveda se problemi pojavijo predvsem pri hranjenju ogromnih datotek, kjer 
potrebujemo veliko potrpljenja, saj so časi shranjevanja in prevzemanja  podatkov 
temu primerni. Zavedati se moramo tudi dejstva, ali si želimo, da so naši podatki 
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popolnoma zasebni in varni, kar pomeni dodaten čas za šifriranje podatkov, ali pa si 
želimo le hitrega prenosa podatkov, kar pa lahko privede do nepooblaščene uporabe 
shranjenih podatkov. 
 
Kot smo omenili, je varnost in zasebnost podatkov zelo pomembna lastnost 
storitve hranjenja podatkov v oblaku. Veliki ponudniki storitev hranjenja podatkov v 
oblaku Dropbox, Google Drive, Microsoft OneDrive in Amazon Cloud Drive 
uporabniku ne ponujajo možnosti uporabe lastnega šifrirnega ključa. Pri teh storitvah 
so podatki, shranjeni na njihovih strežnikih, šifrirani s šifrirnim algoritmom AES, 
vendar šifrirni ključ ostane pri ponudniku. Na ta način imajo ponudniki možnost 
vpogleda v naše shranjene podatke. Omenimo lahko izjavo Edwarda Snowdena, ki je 
leta 2014 zatrdil, da ravno model enkripcije storitve Dropbox omogoča državnim 
varnostnim agencijam vpogled v podatke, shranjene v oblaku storitve Dropbox [40]. 
Na drugi strani pa tudi storitvi Google Drive ravno ne koristi tesno sodelovanje z 
ameriškimi varnostnimi službami [46]. 
 
Na drugi strani imamo storitvi, ki prisegata na varnost in zasebnost naših 
shranjenih podatkov, in sicer Sync.com in IDrive. Storitvi za razliko od storitev 
velikih ponudnikov omogočata uporabniku šifriranje podatkov od konca do konca. 
Tako so podatki šifrirani že na strani odjemalca, šifrirni ključ pa ostane pri 
uporabniku. Storitvi nimata vpogleda v shranjene podatke, kar pomeni, da so naši 
podatki popolnoma varni in zasebni. Edina slabost varnosti in zasebnosti tako 
varovanih podatkov je čas, ki ga potrebujemo za prenos podatkov v oblak, le-ta je 
namreč nekoliko daljši, saj je treba vsak košček datoteke posebej šifrirati. 
 
Uporabnik lahko sam poskrbi za dodatno varnost svojih podatkov z uporabo 
programov, ki nam shranjene podatke šifrirajo na naši napravi ter jih nato pošljejo na 
strežnike, kjer so shranjeni. Primeri takih programov so BoxCryptor, Cloudfogger, 
nCrypted Cloud in Truecrypt. 
 
Same storitve hranjenja podatkov lahko uporabljamo na platformah z vsemi 
popularnejšimi operacijskimi sistemi. Do storitev lahko dostopamo s pomočjo 
spletnih vmesnikov, ki so v večini primerov dokaj enostavni za uporabo. Prav tako 
nam storitve ponujajo kliente na uporabo storitve na namiznih napravah z Windows 
in Mac operacijskimi sistemi ter aplikacije za uporabo na mobilnih napravah z iOS in 
Android operacijskimi sistemi. Uporaba klientov nam omogoča enostaven in hiter 
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dostop do shranjenih podatkov, ki so velikokrat shranjeni v ustrezni mapi na namizju 
operacijskega sistema naše naprave. 
 
Storitve hranjenja podatkov v oblaku nam omogočajo tudi deljenje naših 
shranjenih podatkov z drugimi uporabniki. Podatke delimo preprosto prek povezave 
do same datoteke. Nekatere storitve nam omogočajo tudi skupno uporabo oziroma 
urejanje shranjenih dokumentov v oblaku. Primeri takih storitev so Google Drive, ki 
ima to možnost zelo dobro urejeno s storitvijo Google dokumenti, preglednice in 
predstavitve, ter Microsoft OneDrive in Dropbox, ki omogočata možnost skupnega 
urejanja podatkov z uporabo storitve Office 365 ali Microsoft Office. 
 
Kot smo opazili, nobena storitev predstavljenih ponudnikov ni popolna. Veliki 
ponudniki storitev hranjenja podatkov v oblaku nam namesto popolnoma varne in 
zasebne uporabe raje ponujajo solidne rešitve pri možnostih skupnega urejanja 
shranjenih dokumentov z drugimi uporabniki. Ponudnik Amazon s svojo storitvijo 
Cloud Drive ni popolnoma prepričal uporabnikov, vendar je po drugi strani prav 
Amazon največji ponudnik infrastrukture kot storitev. 
 
Ob raziskovanju tematike hranjenja podatkov v oblaku, sem začel razmišljati 
predvsem o varnosti svojih shranjenih podatkov v oblaku. Kot uporabnik storitev 
Dropbox in Google Drive sem se začel spraševati, kdo vse ima dostop do mojih 
podatkov. Vemo, da so oblačne storitve bogat izvor informacij, zato je podatke treba 
čim bolj zaščititi. Nihče si ne želi, da bi zasebni podatki prišli v napačne roke. 
Seveda smo uporabniki med seboj različni. Osnovnim uporabnikom je 
najpomembnejša uporabniška izkušnja same storitve, pomemben faktor v izbiri je 
tudi hitrost delovanja ter koliko brezplačnega prostora dobimo z uporabo storitve. 
Vendar pa je storitev hranjenja podatkov v oblaku veliko več. Upam, da sem z 
vsebino diplomske naloge omogočil bralcu vpogled v dodatne lastnosti storitve ter ga 
spodbudil k razmišljanju o uporabi varnejših in zasebnejših storitev hranjenja 
podatkov v oblaku oziroma o uporabi dodatne programske opreme, ki nam podatke 
dodatno zaščiti. 
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