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Kebutuhan terhadap data yang terus meningkat menjadikan data sebagai aset penting bagi 
seperti instansi pendidikan. Hal inipun tidak lepas dari risiko kehilangan akses data akibat bencana yang 
mungkin terjadi setiap saat. Saat ini Fakultas Teknik Universitas Pasundan masih belum memiliki 
rancangan terkait dengan disaster recovery plan, karena tidak lepas dari kemungkinan terjadinya 
bencana seperti : bencana alam, kebakaran, kesalahan manusia, data corrupt, maupun serangan kepada 
sistem seperti virus. Karena itu perlu adanya sebuah perencanaan yang bertujuan untuk memulihkan 
bisnis ke kondisi awal. 
Disaster recovery plan merupakan rencana yang difokuskan pada penggunaan teknologi 
informasi (TI) untuk pemulihan kinerja sistem, aplikasi atau sebuah fasilitas komputer yang dijalankan 
dari suatu tempat yang berbeda (off-site) ketika terjadi situasi darurat di Fakultas Teknik Universitas 
Pasundan. 
Penelitian ini bertujuan untuk menghasilkan rancangan disaster recovery plan dengan 
menggunakan ISO 24762: 2008 apabila terjadi bencana terhadap data yang ada di Fakultas Teknik 
Universitas Pasundan yang berisi panduan dalam pemulihan terhadap bencana di Fakultas Teknik 
Universitas Pasundan berdasarkan ISO 24762:2008. 
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Bab ini membahas mengenai latar belakang masalah, identifikasi masalah, tujuan tugas akhir, 
lingkup tugas akhir, batasan masalah, metodologi tugas akhir dan sistematika penulisan tugas akhir. 
1.1 Latar Belakang 
Dalam skala teknologi informasi, Disaster Recovery Plan menjadi sebuah wacana penting 
ketika sebuah organisasi sangat menggantungkan dukungan operasionalnya pada layanan teknologi 
informasi. Bidang penanggulangan bencana di sektor teknologi informasi melibatkan berbagai aspek 
dan disiplin ilmu, dimulai dari aspek teknologi seperti komponen hardware, software, infrastruktur 
seperti jaringan komputer, komunikasi data, hingga aspek non teknis seperti manusia, prosedur, standar, 
biaya, dan kebijakan. Kebutuhan data yang semakin meningkat menjadikan data sebagai aset yang 
bernilai tinggi, maka resiko terjadinya kerusakan pada data yang mengakibatkan data tidak dapat 
diakses yang dapat terjadi setiap saat. Tidak dapat dibayangkan apabila data-data penting bagi 
organisasi hilang karena suatu bencana (disaster). 
Fakultas Teknik, Universitas Pasundan sebagai salah satu organisasi yang menyelenggarakan 
pendidikan berbasis teknologi informasi tentu saja tidak terlepas dari kewajiban memelihara informasi 
terhadap berbagai ancaman disaster atau bencana contohnya mati listrik yang mengakibatkan kerusakan 
pada perangkat sehingga sistem berjalan secara manual, server terbakar, data yang tidak dapat terbaca 
karena terkena virus, tidak melakukan pembaharuan rutin sehingga mengakibatkan data yang rusak. 
Kerugian yang terjadi dari rusaknya data secara tiba-tiba akan sangat besar. Dengan demikian, 
pentingnya menjaga data agar tetap aman kapan saja dan dimana saja dibutuhkan merupakan suatu 
keharusan bagi sebuah organisasi untuk merencanakan suatu tindakan pengamanan terhadap arsip-arsip 
dalam rangka mengantisipasi bencana. 
Oleh karena itu membutuhkan rancangan disaster recovery plan yang berfungsi untuk 
mengatur proses pemulihan terhadap bencana (disaster) dalam kegiatan organisasi tersebut agar tetap 
berjalan dan dapat menjaga data tetap konsisten walaupun data mengalami gangguan bahkan kerusakan. 
 
1.2 Identifikasi Masalah 
Berdasarkan latarbelakang yang telah dipaparkan sebelumnya, maka permasalahan yang akan 
dikaji pada tugas akhir ini adalah : 
1. Bagaimana cara menanggulangi dampak bencana (disaster) ? 
2. Bagaimana disaster recovery plan yang sesuai dengan kebutuhan yang diterapkan di 
Fakultas Teknik Universitas Pasundan dalam pemulihan bencana ? 
 
  
1.3 Tujuan Tugas Akhir 
Adapun tujuan yang ingin dicapai oleh penulis yaitu dihasilkannya rancangan disaster recovery 
plan dengan menggunakan ISO 24762: 2008 untuk mengurangi dampak bencana sehingga bisa 
meminimalkan adanya kehilangan data yang penting bagi organisasi. 
 
1.4 Lingkup Tugas Akhir 
Untuk menghindari kesalah pahaman dan meluasnya masalah yang akan diteliti, maka penulis 
memiliki batasan/ruang lingkup yang mencakup : 
1. Klausa yang digunakan pada penelitian ini yaitu Klausa 8 Pemilihan Situs Pemulihan 
(Selection of recovery site) 
2. Penelitian dibatasi hanya pada fasilitas pusat data di Fakultas Teknik Universitas Pasundan. 
 
1.5 Metodologi Pengerjaan Tugas Akhir 
Berikut ini merupakan metodologi penelitian tugas akhir yang digunakan dalam perancangan 
dokumentasi disaster recovery plan yang meliputi beberapa metode penelitian, metode penelitian ini 
dapat dilihat pada gambar 1.1. Metodologi Tugas Akhir. 
 







Metodologi yang digunakan dalam penyelesaian tugas akhir secara rinci adalah sebagai berikut: 
1. Identifikasi Masalah 
Pada tahap ini bertujuan untuk menentukan segala sesuatu yang menjadi sebuah 
permasalahan-permasalahan yang akan dibahas pada tugas akhir. 
2. Pengumpulan Data 
Pada tahap ini menjelaskan mengenai teknik pengumpulan data yang digunakan untuk 
pengerjaan tugas akhir “Perancangan Disaster Recovery Plan Pada Fasilitas Pusat Data 
Menggunakan ISO 24762:2008 Studi Kasus : Fakultas Teknik Universitas Bandung”. 
Teknik pengumpulan data dan fakta yang digunakan yaitu : 
a. Studi Literatur 
Untuk memperoleh teori-teori guna menentukan langkah-langkah penyelesaian 
penelitian, dengan cara peninjauan pustaka dengan mencari dan membaca buku-buku, 
jurnal penelitian terdahulu dan sumber bacaan yang berhubungan dengan permasalahan 
yang akan dibahas, yang diantaranya mengenai bencana, resiko dan disaster recovery 
plan. 
b. Wawancara 
Penulis melakukan diskusi/wawancara dengan narasumber secara langsung yang 
mengerti tentang fasilitas pusat data di Fakultas Teknik Informastika Universitas 
Pasundan, sehingga penulis bisa mendapatkan informasi-informasi yang dibutuhkan 
terkait dengan pengerjaan tugas akhir ini. 
c. Observasi 
Penulis melakukan pengumpulan data dengan mengamati secara langsung ke Fakultas 
Teknik Universitas Pasundan, sehingga penulis bisa mendapatkan informasi yang 
akurat dan sesuai dengan kebutuhan pengerjaan tugas akhir ini. 
3. Analisis sistem yang berjalan 
Pada tahap ini penulis melakukan analisis Business Continuity, analisis resiko, serta analisis 
kebutuhan yang akan digunakan sebagai masukan pada tahap perancangan dengan 
menggunakan metode yang terdapat pada literatur. 
4. Perancangan Disaster Recovery Plan 
Pada tahap ini penulis melakukan perancangan disaster recovery plan berdasarkan metode 
yang didapatkan dari studi literatur dan menggunakan hasil analisis kebutuhan. 
5. Hasil Rancangan Disaster Recovery Plan 
Pada tahap ini penulis menghasilkan rancangan disaster recovery plan. 
1.6 Sistematika Penulisan Tugas Akhir 
Untuk memudahkan penulisan tugas akhir supaya lebih terperinci, maka dibuat sistematika 
penulisan sebagai berikut : 
  
BAB 1 PENDAHULUAN 
Bab ini menjelaskan tentang latar belakang masalah, identifikasi masalah, tujuan tugas akhir, 
lingkup tugas akhir, batasan masalah, metodologi tugas akhir dan sistematika penulisan tugas 
akhir. 
BAB 2 LANDASAN TEORI 
Bab ini menjelaskan tentang definisi, teori, hasil penelitian yang termuat di buku-buku teks 
ataupun makalah di jurnal-jurnal ilmiah yang terkait dengan topik tugas akhir, serta konsep 
dasar yang diperlukan untuk menganalisa masalah yang diteliti. 
BAB 3 SKEMA PENELITIAN 
Bab ini menjelaskan tentang rancangan penelitian dan tahap analisis terhadap kebutuhan unuk 
melakukan analisis permasalahan terkait topik tugas akhir yang dikerjakan. 
BAB 4 ANALISIS  
Bab ini menjelaskan mengenai analisis kebutuhan, analisis risiko, penilaiaan risiko, analisis 
dampak bisnis terhadap organisasi, risk mitigation. 
BAB 5 PERANCANGAN DISASTER RECOVERY PLAN 
Bab ini menjelaskan mengenai perancangan disaster recovery plan sesuai dengan tahapan yang 
dipelajari dari studi literatur. 
BAB 6 KESIMPULAN DAN SARAN 
Bab ini menjelaskan tentang kesimpulan dan saran yang diperoleh dari tugas akhir yang telah 
dikerjakan. Diharapkan menjadi masukan bahkan diterapkan bagi instansi yang bersangkutan 
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