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BGP: El protocolo de puerta de enlace de frontera (BGP) es un ejemplo de 
protocolo de puerta de enlace exterior (EGP). BGP intercambia información de 
encaminamiento entre sistemas autónomos a la vez que garantiza una elección 
de rutas libres de bucles. Enrutamiento intrautónomo. 
 
EIGRP: (Protocolo de Enrutamiento de Puerta de enlace Interior Mejorado en 
español) es un protocolo de encaminamiento vector distancia avanzado, 
propiedad de Cisco Systems, que ofrece lo mejor de los algoritmos de vector de 
distancias y del estado de enlace. 
 
NETWORKING: Es una técnica de adquisición de contactos y, en general, de 
una red de contactos profesionales con otras personas que tienen intereses 
comunes a los nuestros, que nos permitan crear sinergias y oportunidades 
laborales o de negocio a corto, medio o largo plazo. 
 
OSPF: Open Shortest Path First (OSPF), Primer Camino Más Corto, es un 
protocolo de red para encaminamiento jerárquico de pasarela interior o Interior 
Gateway Protocol (IGP), que usa el algoritmo Dijkstra, para calcular la ruta más 
corta entre dos nodos. 
 
ROUTER: Permite interconectar computadoras que funcionan en el marco de 
una red, se encarga de establecer qué ruta se destinará a cada paquete de 
datos dentro de una red informática. 
 
SWITCH: Es un dispositivo de interconexión utilizado para conectar equipos en 
red formando lo que se conoce como una red de área local (LAN) y cuyas 
especificaciones técnicas siguen el estándar conocido como Ethernet. 
 
VLAN: Es un segmento lógico más pequeño dentro de una gran red física 
cableada. 
 
VTP: El VLAN Trunk Protocol (VTP) reduce la administración en una red de 
switch. Al configurar una VLAN nueva en un servidor VTP, se distribuye la 










En presente trabajo, se desarrollarán los escenarios propuesto en diplomado 
de profundización CISCO CCNP, los correspondiente a route y switch. Tiene 
como objetivo de evaluar las competencias y habilidades adquiridas durante 
todo el desarrollo del curso. Comprender el funcionamiento de cada uno de los 
dispositivos que hacen parte de las nuevas tecnologías, las cuales son vitales 
en la comprensión del funcionamiento de las comunicaciones y la manera de 
cómo mejorarlas y adaptarlas a cada necesidad en particular. Para constancia 
del funcionamiento de cada una de las configuraciones del trabajo se 
evidencias por medio del simulador Packet Tracer. 
 








At present, the scenarios proposed in the CISCO CCNP deepening diploma will 
be developed, those corresponding to route and switch. Its objective is to 
evaluate the skills and abilities acquired throughout the course. Understand the 
operation of each of the devices that are part of the new technologies, which are 
vital in understanding the functioning of communications and how to improve 
and adapt them to each particular need. For proof of the operation of each of 
the job configurations, it is evidenced by means of the Packet Tracer simulator. 
 
 













Siempre que hablemos de internet publica uno de los principales problemas 
que estas presentan es la seguridad, por lo cual, las redes virtuales privadas 
(VPN) se utilizan para garantizar la seguridad de los datos a través de Internet. 
Una VPN se utiliza para crear un túnel privado a través de una red pública. Se 
puede proporcionar seguridad a los datos mediante el uso de cifrado en este 
túnel a través de Internet y con autenticación para proteger los datos contra el 
acceso no autorizado.  
   
En el presente trabajo se dará a conocer el desarrollo y evidencia de las 
actividades requeridas para el trabajo final pruebas de habilidades prácticas 
CCNP, indicadas en la guía de actividades cuyo objetivo es poner en práctica 
los conocimientos y destrezas aprendidos en el presente diplomado como son: 
 
En el módulo CCNP ROUTE protocolos de enrutamiento EIGRP, OSPF, 
redistribución de rutas, entre otros.  
En el módulo CCNP SWITCH como operaciones y puertos de swtiches, VLANs 
y troncales, Spanning Tree, entre otros.  
 
Lo primordial es poner a prueba cada uno de los niveles de comprensión y 
solución de problemas relacionados con diversos aspectos de redes, como 
estrategia de aprendizaje por lo cual se desarrollaron las siguientes 
























Figura 1. Escenario 1 
 
 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en 
los routers. Configurar las interfaces con las direcciones que se muestran en la 
topología de red. 
 




Código implementado para la configuración de R1 
Router>enable                                                         Ingreso a modo privilegiado 
Router#conf t                                                     Ingreso a modo de configuración 
Router(config)#hostname R1                                  Se asigna nombre al router 
R1(config)#no ip domain-lookup                                Desactivar IP DNS 
R1(config)#line con 0                                                 Ingreso Linea de consola 
R1(config-line)#logging synchronous              Evita interrupciones por mensajes 
R1(config-line)#exec-timeout 0 0                       Se retira bloqueo por inactividad 
R1(config-line)#exit                                                    
R1(config)#int s0/0/0                                           Ingreso a la interfaz serial 0/0/0 
R1(config-if)#ip address 10.113.12.1 255.255.255.0           Asignación de IP 
R1(config-if)#clock rate 128000                                          Se configura DCE 
R1(config-if)#no shutdown                             Encender interfaces configuradas 
R1(config-if)#exit                                                      
R1(config)#router ospf 1                                          Inicio del protocolo ospf 
R1(config-router)#router-id 1.1.1.1                           Identificación del router 
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5                                                
R1(config-router)#exit 
 
Figura 3. Aplicando código R1 
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Código implementado para la configuración de R2 
Router(config)#hostname R2 
R2(config)#no ip domain-lookup 
R2(config)#line con 0 
R2(config-line)#logging synchronous 
R2(config-line)#exec-timeout 0 0 
R2(config-line)#exit 
R2(config)#int s0/0/0 




R2(config-if)#ip address 10.113.13.1 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#router ospf 1 
R2(config-router)#router-id 2.2.2.2 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 
R2(config-router)#network 10.113.13.0 0.0.0.255 area 5 
 
Código implementado para la configuración de R3 
Router(config)#hostname R3 
R3(config)#no ip domain-lookup 
R3(config)#line con 0 
R3(config-line)#logging synchronous 
R3(config-line)#exec-timeout 0 0 
R3(config-line)#exit 
R3(config)#int s0/0/0 




R3(config-if)#ip address 172.19.34.1 255.255.255.0 
R3(config-if)#clock rate 128000 
R3(config-if)#no shutdown 
R3(config-if)#router ospf 1 
R3(config-router)#router-id 3.3.3.3 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R3(config-router)#exit 
R3(config)#router eigrp 15 
R3(config-router)#no auto-summary 




Código implementado para la configuración de R4 
Router(config)#hostname R4 
R4(config)#no ip domain-lookup 
R4(config)#line con 0 
R4(config-line)#logging synchronous 
R4(config-line)#exec-timeout 0 0 
R4(config-line)#exit 
R4(config)#int s0/0/0 




R4(config-if)#ip address 172.19.45.1 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)#exit 
R4(config)#router eigrp 15                                           
R4(config-router)#eigrp router-id 4.4.4.4                     
R4(config-router)#no auto-summary                             
R4(config-router)#network 172.19.34.0 0.0.0.255      
R4(config-router)#network 172.19.45.0 0.0.0.255   
        
Código implementado para la configuración de R5 
Router(config)#hostname R5  
R5(config)#no ip domain-lookup  
R5(config)#line con 0  
R5(config-line)#logging synchronous  
R5(config-line)#exec-timeout 0 0  
R5(config-line)#exit  
R5(config)#int s0/0/0  
R5(config-if)#ip address 172.19.45.2 255.255.255.0  
R5(config-if)#clock rate 128000  
R5(config-if)#no shutdown  
R5(config-if)#exit  
R5(config)#router eigrp 15  
R5(config-router)#eigrp router-id 5.5.5.5  
R5(config-router)#no auto-summary  





2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la 
asignación de direcciones 10.1.0.0/22 y configure esas interfaces para 
participar en el área 5 de OSPF.   
 
Tabla 1. Nuevas interfaces Loopback en R1. 
 
Loopback 2 10.1.0.1/22  
Loopback 3  10.1.4.1/22  
Loopback 4  10.1.8.1/22  
Loopback 5  10.1.12.1/22  
 
Código implementado en R1 
R1(config)#int lo2                                                Ingreso a la interfaz Loopback 2 
R1(config-if)#ip address 10.1.0.1 255.255.252.0              Asignación de IP 
R1(config-if)#ip ospf 1 area 5                               Conf. de interfaces para area 5 
R1(config-if)#ip ospf network point-to-point         Cambio de red predeterminada 
R1(config-if)#exit 
R1(config)#int lo3 
R1(config-if)#ip address 10.1.4.1 255.255.252.0 
R1(config-if)#ip ospf 1 area 5 
R1(config-if)#ip ospf network point-to-point 
R1(config-if)#exit 
R1(config)#int lo4 
R1(config-if)#ip address 10.1.8.1 255.255.252.0 
R1(config-if)#ip ospf 1 area 5 
R1(config-if)#ip ospf network point-to-point 
R1(config-if)#exit 
R1(config)#int lo5 
R1(config-if)#ip address 10.1.12.1 255.255.252.0 
R1(config-if)#ip ospf 1 area 5 
R1(config-if)#ip ospf network point-to-point 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la 
asignación de direcciones 172.5.0.0/22 y configure esas interfaces para 
participar en el Sistema Autónomo EIGRP 15. 
 
Tabla 2. Nuevas interfaces Loopback en R5 
 
Loopback 22 172.5.0.1/22  
Loopback 23 172.5.4.1/22  
Loopback 24 172.5.8.1/22 




Código implementado en R5 
R5(config)#int lo22 
R5(config-if)#ip address 172.5.0.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#int lo23 
R5(config-if)#ip address 172.5.4.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#int lo24 
R5(config-if)#ip address 172.5.8.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#int lo25 
R5(config-if)#ip address 172.5.12.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#router eigrp 15                                             Habilita el routing EIGRP 
R5(config-router)#no auto-summary     
R5(config-router)#network 172.5.0.0 0.0.3.255    
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está 
aprendiendo las nuevas interfaces de Loopback mediante el comando show ip 
route.  
 
Al analizar la figura 4 podemos observar que R3 esta guardando cada una de 
las interfaces configuradas anteriormente.  
 




5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo 
de 50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 
R3(config)#router ospf 1                                           
R3(config-router)#redistribute eigrp 1 metric 50000    
R3(config-router)#exit                                                        
R3(config)#router eigrp 15 




Figura 5. Aplicando código en R3 
 
 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto 
existen en su tabla de enrutamiento mediante el comando show ip route. 
 
Como se puede observar en la figura 6 y figura 7, por medio del comando show 
ip route en R1 y R5, se confirma en la tabla de enrutamiento las rutas el 
sistema autónomo opuesto configuradas para R1 y R5. 
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Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que 
forman parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman 
parte del escenario propuesto. 
 
 Figura 8. Escenario 2 
 
 







1. Configurar la red de acuerdo con las especificaciones. 
 
1.1 . Apagar todas las interfaces en cada switch. 
 
Código implementado para DLS1 
Switch>enable 
Switch#confi term 
Switch(config)#interface fastEther 0/6 
Switch(config-if)#shutdown 
Switch(config)#interface fastEthernet 0/7 
Switch(config-if)#shutdowm 
Switch(config-if)#interface fastEthernet 0/8 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/9 
Switch(config-if)#shutdown 







Código implementado para DSL2 
Switch>enable 
Switch#conf term 
Switch(config)#interface fastEthernet 0/6 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/7 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/8 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/9 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/10 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/11 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/12 
Switch(config-if)#shutdown 
 




Switch(config)#interface fastEthernet 0/6 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/7 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/8 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/9 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/10 
Switch(config-if)#shutdown 
 
Código implementado para ALS2 
Switch>ena 
Switch#conf term 
Switch(config)#interface fastEthernet 0/6 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/7 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/8 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/9 
Switch(config-if)#shutdown 
Switch(config-if)#interface fastEthernet 0/10 
Switch(config-if)#shutdown 
 




1.2. Asignar un nombre a cada switch acorde con el escenario establecido. 
 


















1.3 Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
 
1.3.1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30. 
Configuramos los parámetros en DLS1 y DLS2 y asignamos la IP 
correspondiente. 
 
Código implementado para DLS1 
DLS1(config)#int range f0/11-12                                             
DLS1(config-if-range)#channel-protocol lacp                         
DLS1(config-if-range)#channel-group 1 mode active              
DLS1(config-if-range)#exit  
DLS1(config)#interface port-channel 1                                 
DLS1(config-if)#no switchport  











Código implementado para DLS2 
DLS2(config)#int range f0/11-12                                             
DLS2(config-if-range)#channel-protocol lacp                         
DLS2(config-if-range)#channel-group 1 mode active              
DLS2(config-if-range)#exit  
DLS2(config)#interface port-channel 1                                 
DLS2(config-if)#no switchport  













1.3.2  Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
Se configuran los puertos de los canales de cada uno de los switch. 
 
Código implementado en DLS1 
DLS1(config)#int range f0/7-8  
DLS1(config-if-range)#channel-protocol lacp  
DLS1(config-if-range)#channel-group 2 mode active  
DLS1(config-if-range)#ex 
DLS1(config)#interface port-channel 2  
DLS1(config-if)#switchport mode trunk  
DLS1(config-if)#ex 
 
Código implementado en DLS2 
DLS2(config)#int range f0/7-8  
DLS2(config-if-range)#channel-protocol lacp  
DLS2(config-if-range)#channel-group 2 mode active  
DLS2(config-if-range)#ex 
DLS2(config)#interface port-channel 2  
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DLS2(config-if)#switchport mode trunk  
DLS2(config-if)#ex 
 
Código implementado en ALS1 
ALS1(config)#int range f0/7-8 
ALS1(config-if-range)#channel-protocol lacp 
ALS1(config-if-range)#channel-group 2 mode active 
ALS1(config-if-range)#no shutdown 
ALS1(config-if-range)#ex 
ALS1(config)#interface port-channel 2 
ALS2(config-if)#switchport mode trunk 
ALS1(config-if)#exit 
 
Código implementado en ALS2 
ALS2(config)#int range f0/7-8 
ALS2(config-if-range)#channel-protocol lacp 
ALS2(config-if-range)#channel-group 2 mode active 
ALS2(config-if-range)#no shutdown 
ALS2(config-if-range)#ex 
ALS2(config)#interface port-channel 2 
ALS2(config-if)#switchport mode trunk 
ALS2(config-if)#ex 
 
1.3.3 Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
 
Configuramos los puertos de los canales en las interfaces correspondientes 
para los switch y configurando para utilizar el protocolo PAgP. 
 
Código implementado en DLS1 
DLS1(config)#int range f0/9-10  
DLS1(config-if-range)#channel-protocol pagp  
DLS1(config-if-range)#channel-group 2 mode auto  
 
Código implementado en DLS2 
DLS2(config)#int range f0/9-10  
DLS2(config-if-range)#channel-protocol pagp  
DLS2(config-if-range)#channel-group 2 mode auto  
 
Código implementado en ALS1 
ALS1(config)#int range f0/9-10  
ALS1(config-if-range)#channel-protocol pagp  
ALS1(config-if-range)#channel-group 2 mode auto  
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Código implementado en ALS2 
ALS2(config)#int range f0/9-10  
ALS2(config-if-range)#channel-protocol pagp  
ALS2(config-if-range)#channel-group 2 mode auto  
 
1.3.4  Todos los puertos troncales serán asignados a la VLAN 500 como la 
VLAN nativa. 
Código implementado DLS1 
DLS1(config)#int range f0/9-10  
DLS1(config)#interface Po1  
DLS1(config-if)#switchport trunk native vlan 500  
DLS1(config-if)#ex 
DLS1(config)#interface Po4 
DLS1(config-if)#switchport trunk native vlan 500 
DLS1(config-if)#ex 
 
 Código implementado DLS2 
DLS2(config)#interface Po2 
DLS2(config-if)#switchport trunk native vlan 500 
DLS2(config-if)#ex 
DLS2(config)#interface Po3 
DLS2(config-if)#switchport trunk native vlan 500 
DLS2(config-if)#ex 
 
Código implementado ALS1 
ALS1(config)#interface Po1 
ALS1(config-if)#switchport trunk native vlan 500 
ALS1(config-if)#ex 
ALS1(config)#interface Po3 
ALS1(config-if)#switchport trunk native vlan 500 
ALS1(config-if)#ex 
 
Código implementado ALS2 
ALS2(config)#interface Po2 
ALS2(config-if)#switchport trunk native vlan 500 
ALS2(config-if)#ex 
ALS2(config)#interface Po4 
ALS2(config-if)#switchport trunk native vlan 500 
ALS2(config-if)#ex 
 
2. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3. 
2.1  Utilizar el nombre de dominio CISCO con la contraseña ccnp321. 
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Código implementado DLS1 
DLS1(config)#vtp domain CISCO  
DLS1(config)#vtp pass ccnp321  
DLS1(config)#vtp v 3  
Código implementado ALS1 
ALS1(config)#vtp domain CISCO 
ALS1(config)#vtp pass ccnp321 
ALS1(config)#vtp v 3 
Código implementado ALS2 
ALS2(config)#vtp domain CISCO 
ALS2(config)#vtp pass ccnp321 
ALS2(config)#vtp v 3 
 
2.2 Configurar DLS1 como servidor principal para las VLAN. 
 
Código implementado DLS1 
DLS1(config)#vtp mode server 
 
2.3 Configurar ALS1 y ALS2 como clientes VTP. 
Código implementado ALS1 
ALS1(config)#vtp mode client 
 
Código implementado ALS2 
ALS2(config)#Vtp mode client 
 
3. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 3.  Números y nombres para VLAN 
Número de VLAN  Nombre de VLAN  Número de VLAN  Nombre de VLAN  
500  NATIVA  434  PROVEEDORES  
12  ADMON  123  SEGUROS  
234  CLIENTES  1010  VENTAS  
1111  MULTIMEDIA  3456  PERSONAL  
 
Asignamos la VLAN correspondiente a cada nombre según nos indica la 
anterior tabla a DLS1. 
Código implementado DLS1 
DLS1(config)#vlan 500  

















4. En DLS1, suspender la VLAN 434. 
Código implementado DLS1 
DLS1(config)#vlan 434  
DLS1(config-vlan)#state suspend 
 
5. Configurar DLS2 en modo VTP transparente VTP utilizando VTP 
versión2, y configurar en DLS2 las mismas VLAN que en DLS1. 
 
Código implementado DLS2 
DLS2(config)#vtp mode transparent  
DLS2(config)#vtp version 2  
 
DLS2(config)#vlan 500  
DLS2(config-vlan)#name NATIVA  
 
DLS2(config)#vlan 12  
DLS2(config-vlan)#name ADMON 
  
DLS2(config)#vlan 234  
DLS2(config-vlan)#name CLIENTES 
  
DLS2(config)#vlan 1111  
DLS2(config-vlan)#name MULTIMEDIA  
 
DLS2(config)#vlan 434  
DLS2(config-vlan)#name PROVEEDORES  
 
DLS2(config)#vlan 123  
DLS2(config-vlan)#name SEGUROS  
 
DLS2(config)#vlan 1010  
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DLS2(config-vlan)#name VENTAS  
 
DLS2(config)#vlan 3456  
DLS2(config-vlan)#name PERSONAL 
 
6. Suspender VLAN 434 en DLS2 
Código implementado DLS2 
DLS2(config)#vlan 434  
DLS2(config-vlan)#state suspend 
 
7. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN 
de PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
 
Código implementado DLS2 
DLS2(config)#interface port-channel 2 
DLS2(config-if)#switchport trunk allowed vlan except 567 
DLS2(config)#interface port-channel 3 




8. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 
500, 1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
Código implementado DLS1 
DLS1(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root primary 
DLS1(config)#spanning-tree vlan 123,234 root secondary 
 
9. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y 
como una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
 
Código implementado DLS2. 
DLS2(config)#spanning-tree vlan 12,434,500,1010,1111,3456 root secondary 
DLS2(config)#spanning-tree vlan 123,234 root primary 
 
10. Configurar todos los puertos como troncales de tal forma que solamente 
las VLAN que se han creado se les permitirá circular a través de estos puertos. 
Código implementado DLS1. 
DLS1(config-if-range)#switchport trunk allowed vlan all 
Código implementado DLS2 
DLS2(config-if-range)#switchport trunk allowed vlan all 
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11. Configurar las siguientes interfaces como puertos de acceso, asignados 
a las VLAN de la siguiente manera: 
 
Tabla 4. Interfaces y puertos de acceso 
Interfaz  DLS1  DLS2  ALS1  ALS2  
Interfaz Fa0/6  3456  12, 1010  123, 1010  234  
Interfaz Fa0/15  1111  1111  1111  1111  
Interfaces F0 /16-
18  
   567 
 
Se asigna la VLAN correspondiente a cada switch segundo no los indica la 
tabla anterior. 
 
Código implementado DLS1 
 
DLS1(config)#int f0/6  
DLS1(config-if)#switchport access vlan 3456  
DLS1(config-if)#spanning-tree portfast  
DLS1(config-if)#exit  
DLS1(config)#interface f0/15 
DLS1(config-if)#switchport access vlan 1111 
DLS1(config-if)#spanning-tree portfast 
 
Código implementado DLS2 
DLS2(config)#interface f0/6 
DLS2(config-if)#switchport access vlan 12 
DLS2(config-if)#switchport access vlan 1010 
DLS2(config-if)#spanning-tree portfast 
DLS2(config)#interface f0/15 
DLS2(config-if)#switchport access vlan 1111 
DLS2(config-if)#spanning-tree portfast 
DLS2(config-if)#ex 
DLS2(config)#interface range f0/16-18 




Código implementado ALS1 
ALS1(config)#interface f0/6 
ALS1(config-if)#switchport access vlan 123 









Código implementado ALS 
ALS2(config)#interface f0/6 








12. Conectividad de red de prueba y las opciones configuradas. 
12.1 Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso. 











Figura 15. Show vlan en ASL1 
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Figura 16. Show vlan en ASL2 
 
  
13. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente 
Figura 17. Show etherchannel summary en DLS1 
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Gracias al desarrollo de cada uno de los escenarios propuestos, se ha 
simulado y verificado el registro de los procesos de conectividad mediante el 
uso de comando, show ip route, entre otros, de esta forma poder observar su 
adecuado funcionamiento basado en su programación, se corroboro que cada 
una de las configuraciones planteadas cumplieron su objetivo dentro de la 
topología de red planteada por la guía. 
 
 
EIGRP es un protocolo de transporte de datos de gran confiabilidad, debido a 
que su estudio de basa en establecer proximidad, donde utiliza métricas 
compuestas y algoritmos de actualización por difusión (DUAL). 
 
BGP es un protocolo que se asemeja a uno de vector de distancias avanzado 
su funcionamiento es relativamente simple, aunque posee una configuración 
compleja. El funcionamiento es fiable ya que se implementa sobre TCP, dicho 
de otra manera, se establece una sesión TCP y las actualizaciones se envían 
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