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Konec maja 2018 se je pričela v vseh državah članicah uporabljati Splošna uredba Evropske 
unije o varstvu podatkov GDPR, ki zavezuje tudi Republiko Slovenijo. V diplomskem delu 
smo želeli preveriti uspešnost implementacije te uredbe v Republiki Sloveniji in proučiti 
ozaveščenost prebivalstva o spremembah in novostih na področju varstva osebnih 
podatkov.  
Z mnenjsko anketo, v kateri je sodelovalo 295 polnoletnih prebivalcev Slovenije, smo želeli 
preveriti ozaveščenost prebivalstva in razumevanje zakonodaje o varstvu osebnih 
podatkov. Z drugo anketo, v kateri je sodelovalo 118 zaposlenih v domovih starejših 
občanov, in s časovno analizo procesa implementacije Splošne uredbe GDPR v socialno-
varstvenih organizacijah na območju Slovenije pa sem želela preveriti uspešnost uvajanja 
uredbe v praksi.  
Na podlagi rezultatov mnenjskih raziskav in proučevanja procesa implementacije Uredbe 
GDPR v praksi smo na podlagi statističnih analiz ter ugotovljenih dejstev preverili 
zastavljene hipoteze (»Najmanj dve tretjini prebivalcev Slovenije sta zelo dobro seznanjeni 
z zakonodajo o varstvu osebnih podatkov.«, »Nad štiri petine prebivalcev Slovenije se 
zaveda možnih zlorab osebnih podatkov.« in »Prilagajanje slovenske zakonodaje evropski 
Splošni uredbi GDPR poteka brez težav.«) in ugotovili, da nobene med njimi ne moremo 
sprejeti. 
Z diplomsko nalogo smo želeli ustvariti pregled nad področjem varstva osebnih podatkov 
in posledično prispevati k boljšemu razumevanju zakonodaje. Želeli smo predstaviti tudi 
probleme, ki se pojavijo pri implementaciji zakonodaje v praksi, kjer smo ugotovili, da ima 
poznavanje zakonodaje ključno vlogo za prebivalstvo Slovenije. Na osnovi rezultatov 
raziskave je smiselno aktivnejše spodbujanje prebivalstva Slovenije k dodatnemu 
izobraževanju na področju varstva osebnih podatkov, saj bi s tem omejili možnosti zlorab 
le-teh.  
Ključne besede: varstvo osebnih podatkov, implementacija zakonodaje, ozaveščenost 






THE ANALYSIS OF THE PROTECTION OF PERSONAL DATA IN SLOVENIA WITH 
THE ENFORCEMENT OF EU GENERAL DATA PROTECTION REGULATION 
At the end of May 2018, the General Data Protection Regulation, which also binds the 
Republic of Slovenia, began to apply in all Member States. In the diploma thesis I wanted 
to check the success of the implementation of this regulation in the Republic of Slovenia 
and to examine the awareness of the population about changes and innovations in the field 
of personal data protection.  
With an opinion poll involving 295 adult people in Slovenia, we wanted to check the 
awareness of the population and their understanding of legislation on the protection of 
personal data. With another survey involving 118 employees in senior citizens homes, and 
with a time analysis of the process of implementing the General Data Protection Regulation 
in social welfare organizations in Slovenia, I wanted to check the success of the introduction 
of the regulation in practice.  
On the basis of the results of opinion research and the examination of the process of 
implementation of the General Data Protection Regulation in practice, on the basis of 
statistical analyzes and the established facts, we verified the hypotheses (»At least two 
thirds of the population of Slovenia knows very well about the legislation on the protection 
of personal data.«, »More than four fifths of the population of Slovenia are aware of 
possible abuse of personal data.« and »Adapting Slovenian legislation to General Data 
Protection Regulation runs smoothly.«) and found that none of them can be accepted.  
With the diploma thesis, we wanted to create an overview of the field of personal data 
protection and consequently contribute to a better understanding of the legislation. we 
also wanted to present the problems that arise in the implementation of legislation in 
practice, and we found that knowledge of legislation has a key role for the entire population 
of Slovenia. Based on the results of the research it is meaningful to actively encourage the 
population of Slovenia to additional education in the field of personal data protection, and 
thus limit the possibility of abuse of their personal data. 
Keywords: protection of personal data, implementation of legislation, awareness of the 
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Varstvo osebnih podatkov je z razvojem informacijske tehnologije pridobivalo vse večji 
pomen, hkrati pa je vse več primerov zlorabe osebnih podatkov zaradi prehitrega razvoja 
informacijske tehnologije in neinformiranosti ljudi. Posledično se je pojavila možnost 
nepooblaščenih vpogledov v osebne podatke na vseh ravneh obdelave in kraje identitete 
ali škodljivega širjenja zasebnih informacij, kar želi Evropska unija urediti in tako zaščititi 
posameznika pred zlorabami. Zato je sprejela novo Splošno uredbo GDPR (angl. General 
Data Protection Regulation)1, ki ščiti posameznika in omejuje možne zlorabe2 (The 
European parliament and the Council of the European union, 2016). V diplomski nalogi 
želimo predstaviti vsebino Splošne uredbe GDPR ter razumevanje in implementacijo le-te 
v Sloveniji.  
Namen diplomskega dela je boljše razumevanje in pregled nad celotnim področjem varstva 
osebnih podatkov v Sloveniji.  
Za cilj smo si zastavili prepoznati dejavnike, ki vplivajo na pravilno delovanje organizacij in 
posameznikov v skladu z evropsko in slovensko zakonodajo o varstvu osebnih podatkov, 
ugotoviti uspešnost implementacije Splošne uredbe GDPR v slovenskih organizacijah, 
ugotoviti spremembe, ki so posledica prilagoditve slovenske zakonodaje evropski, preveriti 
uspešnost implementacije v organizacijah na konkretnem primeru izbrane organizacije ter 
ugotoviti obseg informiranosti prebivalstva o varstvu osebnih podatkov in predlagati 
izboljšave. 
V raziskovalne namene smo oblikovali tri hipoteze in jih preverili na odgovorih sodelujočih 
prebivalcev Slovenije in odgovorih zaposlenih v domovih starejših občanov. Te hipoteze so: 
– Najmanj dve tretjini prebivalcev Slovenije je zelo dobro seznanjenih z zakonodajo o 
varstvu osebnih podatkov. 
– Nad štiri petine prebivalcev Slovenije se zaveda možnih zlorab osebnih podatkov. 
– Prilagajanje slovenske zakonodaje evropski Splošni uredbi GDPR poteka brez težav.  
                                                             
1  Poln naziv uredbe v slovenskem jeziku: Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. 
aprila 2016 o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov 
ter o razveljavitvi Direktive 95/46/ES (Splošna uredba o varstvu podatkov) (Uradni list Evropske unije, L 
119/1, 4. 5. 2016). 
2  Zaradi razvoja tehnologije in čedalje pogostejših »sivih področij« glede varstva osebnih podatkov in 
predvsem zaradi težav z določitvijo, ali gre za osebni podatek ali ne, se je Evropska unija odločila za 
podrobnejšo obravnavo varstva osebnih podatkov. 
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Uporabili smo dva anketna vprašalnika – prvi je namenjen vzorcu slovenskega prebivalstva, 
drugi pa izbranim organizacijam institucionalnega varstva oz. domovom starejših občanov. 
Z njima smo pridobili mnenje obeh ciljnih skupin. Na podlagi odgovorov pa smo preverili, 
kako so državljani informirani o zakonodaji o varstvu osebnih podatkov in kako poteka v 
organizacijah implementacija Splošne uredbe GDPR. 
Poleg statističnih metod za preverjanje hipotez smo v diplomskem delu uporabili 
deskriptivno metodo, s katero v kombinaciji z analitično metodo analiziramo pisne vire. 
Ugotavljanju razlik in podobnosti razmišljanja različnih avtorjev služi primerjalna metoda, 
ki jo smo uporabili v delu, kjer primerjamo trditve različnih avtorjev. Z metodo kompilacije 
smo povzeli opažanja, stališča in sklepe drugih avtorjev. 
Kljub temu, da so v zadnjih 15 letih nastala številna zaključna dela na temo informacij 
javnega značaja in varstva osebnih podatkov (18 diplomskih in 5 magistrskih del – glej 
Pregled zaključnih del na temo varstva osebnih podatkov in informacij javnega značaja v 
obdobju 2003–2018 v Prilogi 4), pa je slovenske strokovne literature sorazmerno malo: 20 
člankov in prispevkov na konferencah ter 7 knjig oz. znanstvenih monografij. 
V prvem delu diplomske naloge smo opisali slovensko in evropsko zakonodajo v zvezi z 
varstvom osebnih podatkov. Osredotočili smo se na primerjavo še veljavnih členov Zakona 
o varstvu osebnih podatkov (ZVOP-1, Uradni list RS, št. 8/1990, 38/1990 – popr., 19/1991, 
59/1999, 57/2001 – ZVOP-A, 59/2001 – popr., 73/2004 – ZUP, 86/2004 – ZVOP-1, 67/2007 
– ZVOP-1A in 94/2007 – ZVOP-1-UPB1) s predlogom novega zakona (ZVOP-2) v luči Splošne 
uredbe o varstvu osebnih podatkov (angl. General Data Protection Regulation – GDPR; v 
nadaljevanju Uredba GDPR) s predlogom novega zakona (ZVOP-2). Povzeli smo novosti 
Direktive (EU) 2016/680 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu 
posameznikov pri obdelavi osebnih podatkov, ki jih pristojni organi obdelujejo za namene 
preprečevanja, preiskovanja, odkrivanja ali pregona kaznivih dejanj ali izvrševanja 
kazenskih sankcij, in o prostem pretoku takih podatkov ter o razveljavitvi Okvirnega sklepa 
Sveta 2008/977/PNZ in GDPR ter opisali potek sprejemanja zakonodaje Evropske unije. V 
drugem delu diplomske naloge smo s pomočjo mnenjske raziskave v organizacijah in med 
prebivalstvom Slovenije pridobili vpogled v mnenje posameznikov o področju varstva 
osebnih podatkov. S pomočjo vprašalnika smo preverili ozaveščenost zaposlenih v domovih 
starejših občanov oziroma implementacijo Uredbe GDPR na primeru izbrane organizacije, 
predstavili smo tudi rezultate mnenjske raziskave, v kateri je sodelovalo prebivalstvo 
Slovenije. V poglavju »Preverjanje hipotez in zaznani problemi« smo potrdili oziroma ovrgli 




2 OPREDELITEV KLJUČNIH POJMOV 
V nadaljevanju bomo pojasnili in opisali pojme, ki so temelj diplomske naloge. Opredelili 
bomo pojme, ki se nanašajo na varstvo osebnih podatkov ter na slovensko in evropsko 
zakonodajo. Opisali bomo potek sprejema evropske zakonodaje ter implementacijo le-te 
na področju Slovenije in držav članic Evropske unije. 
2.1 VARSTVO OSEBNIH PODATKOV 
Za osebni podatek velja kateri koli podatek, ki se nanaša na posameznika oziroma s katerim 
lahko ugotovimo identiteto posameznika. V ZVOP-1 je definicija zelo enostavna in lahko 
razumljiva, v ZVOP-2 in Uredbi GDPR pa kompleksnejša: 
– ZVOP-1: »… je katerikoli podatek, ki se nanaša na posameznika, ne glede na obliko, 
v kateri je izražen«, 
– ZVOP-2 in Uredba GDPR: »… pomenijo katerokoli informacijo v zvezi z določenim ali 
določljivim posameznikom […]; določljiv posameznik je tisti, ki ga je mogoče 
neposredno ali posredno določiti, zlasti z navedbo identifikatorja, kot je ime, 
identifikacijska številka, podatki o lokaciji, spletni identifikator, ali z navedbo enega ali 
več dejavnikov, ki so značilni za fizično, fiziološko, genetsko, duševno, gospodarsko, 
kulturno ali družbeno identiteto tega posameznika«. 
 
Pod osebni podatek tako rekoč spada vsak podatek, s katerim lahko identificiramo 
posameznika, ali z besedami Alekseja Cvetka (1999, str. 30): »To so podatki, ki kažejo na 
lastnosti, stanje ali razmerja posameznika, ne glede na obliko, v kateri so izraženi.« Po 
besedah Boštjana Zuljana s sodelavci (2006, str. 868) pa je celotno človekovo življenje niz 
osebnih podatkov, ki opisujejo človekovo telesno in duševno integriteto ter zaznamujejo 
njegovo dogajanje v razmerju do drugih ljudi. Vse, kar o človeku vemo, so navsezadnje 
njegovi osebni podatki.  
Po Uredbi GDPR (in predlogu ZVOP-2) je lahko osebni podatek prav vsaka informacija, s 
pomočjo katere je moč določiti posameznika – ni pa nujno, da npr. ime in priimek vedno 
štejemo kot osebni podatek, kajti to je odvisno od konteksta, kako informacijo 
interpretiramo ter kako natančno opisuje posameznika.  
Na primer ime in priimek Janez Novak, ki je najpogostejša kombinacija imena in priimka v 
Sloveniji, ne določa točno določenega posameznika, če je ta osebni podatek element 
splošne raziskave o prebivalstvu Slovenije. Lahko pa se nanaša na točno določenega 
posameznika, če podatek spada v raziskavo ožje skupine, v kateri je Janez Novak edini s tem 
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imenom. Enako je tudi s fizičnimi lastnostmi posameznika, kot so barva oči, velikost, barva 
las … Če se osredotočimo na celotno prebivalstvo Slovenije, nam na primer opis modrih oči 
ne pomeni osebnega podatka, ker je ljudi z modrimi očmi v širši populaciji veliko. Če pa se 
osredotočimo na ožjo skupino ljudi, kjer ima samo določen posameznik modre oči, lahko 
sklepamo, da mislimo njega, kar pomeni, da je ta podatek dejansko osebni podatek. V 
takem primeru osebni podatek kaže na lastnost, stanje ali razmerje posameznika in 
omogoča določljivost fizične osebe, kar pomeni, da posamezniku pripada pravica do varstva 
osebnih podatkov (Šturm idr., 2010, str. 410). 
Preden je Slovenija leta 2007 sprejela Zakon o varstvu osebnih podatkov (ZVOP-1), je bilo 
upravljanje z osebnimi podatki omenjeno v različnih zakonih, kot so Zakon o delovnih 
razmerjih (28., 36., 48., 62. in 183. člen ZDR-1, Uradni list RS, št. 21/2013, 78/2013 – popr.,  
47/2015 – ZZSDT, 33/2016 – PZ-F, 52/2016 in 15/2017 – odl. US), Zakon o varstvu in zdravju 
pri delu (42., 43. in 44. člen ZVZD-1, Uradni list RS, št. 43/2011), Zakon o evidencah na 
področju dela in socialne varnosti (2., 8., 9., 10., 13., 14., 15. in 16. člen ZEPDSV, Uradni list 
RS, št. 40/2006), vendar je bilo zaradi mnogih zlorab potrebno sprejeti zakon, ki celovito 
obravnava samo področje varstva osebnih podatkov. 
Varstvo osebnih podatkov pa je prvotno opredeljeno v Ustavi Republike Slovenije (URS, 
Uradni list RS, št. 33/1991-I, 42/1997 – UZS68, 66/2000 – UZ80, 24/2003 – UZ3a, 47, 68, 
69/2004 – UZ14, 69/2004 – UZ43, 69/2004 – UZ50, 68/2006 – UZ121, 140, 143, 47/2013 – 
UZ148, 47/2013 – UZ90, 97, 99 in 75/2016 – UZ70a; v nadaljevanju Ustava). Ustava 
opredeljuje, da je v Sloveniji zagotovljeno varstvo osebnih podatkov ter da je prepovedana 
uporaba osebnih podatkov v nasprotju z namenom njihovega zbiranja (prvi odstavek 38. 
člena URS). Zbiranje, obdelovanje, namen uporabe, nadzor in varstvo tajnosti osebnih 
podatkov določa zakon (drugi odstavek 38. člena URS). Vsakdo pa ima pravico seznaniti se 
z zbranimi osebnimi podatki, ki se nanašajo nanj, in pravico do sodnega varstva ob njihovi 
zlorabi (tretji odstavek 38. člena URS). Ustava tako zagotavlja spoštovanje varstva osebnih 
podatkov, zakonsko ureditev zbiranja, obdelovanja, namena uporabe, nadzora ter varstva 
tajnosti, način seznanjanja in sodno varstvo v primeru zlorab. Poleg tega pa določa tudi dva 
načina omejitve glede posega države v varstvo osebnih podatkov. Prvi način omejitve 
obsega obdelavo osebnih podatkov, ki ni v skladu z načeli in zakonskimi normami Ustave, 
drugi način pa je poseg v pravice posameznika zaradi uresničevanja pravice do varstva 
osebnih podatkov (Šturm idr., 2010, str. 410).  
V Ustavi je velik poudarek na spoštovanju človekovih pravic in svoboščin ter njihovem 
pravnem varstvu. Tako je opredeljeno tudi varstvo pravic zasebnosti in osebnostnih pravic. 
Zagotovljena mora biti nedotakljivost človekove telesne in duševne celovitosti ter njegove 
zasebnosti in osebnostnih pravic (35. člen URS). Pravica do zasebnosti ima po mnenju 
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Ustavnega sodišča posebno mesto med človekovimi pravicami in temeljnimi svoboščinami, 
ki prepoveduje vsem, na prvem mestu državni oblasti, posegati vanjo. Pravica do zasebnosti 
se lahko za posameznika konča le takrat in tam, kjer lahko izkažemo močnejši interes drugih 
pravic (Lampe, 2004, str. 359). 
Definiranje pravice do zasebnosti oziroma njenega obsega je torej lahko precej arbitrarno. 
Pravzaprav gre bolj za regulacijo posegov v zasebnost, kot pa za določitev neke absolutne 
meje, ki je ni dovoljeno prestopiti. Zato mora pravo slediti razvoju tehnologije, ki omogoča 
nove in nove posege v zasebnost (Kovačič, 2006, str. 40) ali kot je zapisal Lampe (2004, str. 
58): »Nikogar se ne sme nadlegovati s samovoljnim vmešavanjem v njegovo zasebno 
življenje, v njegovo družino, v njegovo stanovanje ali njegovo dopisovanje in tudi ne z 
napadi na njegovo čast in ugled. Vsakdo ima pravico do zakonskega varstva pred takšnim 
vmešavanjem ali takšnimi napadi.« 
Zakon določa tudi ravnanje glede varstva podatkov po posameznikovi smrti. V primeru 
smrti se osebni podatki umrlega posredujejo zakonitemu dediču prvega ali drugega 
dednega reda, če za uporabo osebnih podatkov izkaže pravni interes, umrli posameznik pa 
ni pisno prepovedal posredovanja teh osebnih podatkov (drugi in četrti odstavek 23. člena 
ZVOP-1). Obdelovalec lahko po smrti posameznika njegove podatke posreduje samo 
uporabnikom, ki jih pooblašča zakon (za zgodovinske, statistične ali znanstveno-
raziskovalne namene, če umrli posameznik ni pisno prepovedal posredovanja teh osebnih 
podatkov) (prvi in tretji odstavek 23. člena ZVOP-1)3.  
Organizacije, kot so domovi starejših občanov, bolnice ali druge ustanove, ki skrbijo za 
institucionalno varstvo posameznikov, morajo pridobiti pisne privolitve oskrbovancev 
glede posredovanja podatkov po smrti že ob samem sprejemu v ustanovo. Pridobljeni 
osebni podatki se hranijo 10 let po prenehanju pravice in se po poteku roka arhivirajo (114. 
člen Zakona o socialnem varstvu – ZSV, Uradni list RS, št. 54/1992, 3/2007 – ZSV-UPB2, 
23/2007 – popr., 41/2007 – popr., 61/2010 – ZSVarPre, 62/2010 – ZUPJS, 57/2012, 
39/2016, 52/2016 – ZPPreb-1, 15/2017 – DZ, 29/2017, 54/2017, 21/2018 – ZNOrg in 
31/2018 – ZOA-A). 
2.2 SPREJEMANJE ZAKONODAJE EVROPSKE UNIJE 
EU je leta 2012 predlagala sprejem nove zakonodaje glede varstva osebnih podatkov, in 
sicer posodobitev oziroma spremembo določb Direktive o varstvu podatkov iz leta 1995. 
Predlog je bil podan zaradi sprememb predvsem na področju tehnologije oziroma novih 
                                                             
3  27. točka uvodnega dela Uredbe GDPR izrecno navaja: »Ta uredba se ne uporablja za osebne podatke 
umrlih oseb. Države članice lahko določijo pravila za obdelavo osebnih podatkov umrlih oseb.«. 
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načinov prenosa osebnih podatkov in razsežnosti uporabe le-teh preko informacijsko-
komunikacijskih tehnologij ter možnih zlorab varstva osebnih podatkov posameznikov. EU 
se je zavzela za bolj natančen opis področja varstva osebnih podatkov in je želela še bolj 
poenotiti zakonodajo tako, da bi za vse države članice veljal enoten zakon. Vsaka država pa 
bi imela pravico do odločitve, kako natančno bo opredelila določena področja.  
Besedili, ki zajemata ključno vsebino nove zakonodaje, Uredba (EU) 2016/679 Evropskega 
parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES 
(Splošna uredba o varstvu podatkov) in Direktiva (EU) 2016/680 Evropskega parlamenta in 
Sveta z dne 27. aprila 2016 o varstvu posameznikov pri obdelavi osebnih podatkov, ki jih 
pristojni organi obdelujejo za namene preprečevanja, preiskovanja, odkrivanja ali pregona 
kaznivih dejanj ali izvrševanja kazenskih sankcij, in o prostem pretoku takih podatkov ter o 
razveljavitvi Okvirnega sklepa Sveta 2008/977/PNZ, sta bili dne 4. 5. 2016 objavljeni v 
Uradnem listu Evropske unije. Prav tako je bilo na isti dan objavljeno besedilo Popravek 
Uredbe (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o 
razveljavitvi Direktive 95/46/ES (Splošna uredba o varstvu podatkov), v katerem so zapisani 
popravki k Uredbi GDPR. S sprejemom tovrstnih besedil je Evropska unija želela 
podrobnejše opredeliti področje varstva osebnih podatkov zaradi velikega povečanja 
zlorab. 
Nekatere novosti, ki se pojavijo v Uredbi GDPR, so naslednje:  
– zapis pogojev in zahtev, ki se nahajajo v privolitvi posameznika za obdelavo osebnih 
podatkov, mora biti v razumljivem in jedrnatem jeziku,  
– privolitev posameznika mora biti jasna, pri čemer se molk ne sme smatrati kot 
privolitev,  
– organizacije morajo posameznika obvestiti o prenosu podatkov izven držav članic 
EU,  
– obdelovalec mora posameznika obvestiti o svojem namenu obdelave,  
– nobena odločitev se ne sme sprejeti brez privolitve posameznika,  
– organizacija mora v primeru kršitve obvestiti posameznika v čim krajšem času,  
– posameznik mora imeti omogočen dostop do podatkov, ki se hranijo o njem,  
– možna je pravica do »pozabe podatkov« oziroma izbrisa le-teh. 
Vse našteto v grobem pomeni, da je vsak prebivalec EU pridobil pravico do pridobitve 
razumljivih in jasnih informacij, pravico do dostopa informacij, ki jih določena organizacija 
vodi o njem, pravico do zahtevka za prenos njegovih informacij iz ene organizacije v drugo, 
pravico do »pozabe podatkov« o njem, pravico do jasne privolitve oziroma odklonitve za 
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vodenje evidence o njegovih osebnih podatkih ter pravico do vložitve pritožbe na okrajno 
sodišče ali k informacijskemu pooblaščencu, ki je samostojen in neodvisen državni organ s 
pristojnostmi na področju pravice dostopa do javnih informacij in pravice do varstva 
osebnih podatkov. 
2.3 EVROPSKA DIREKTIVA IN SPLOŠNA UREDBA O VARSTVU OSEBNIH 
PODATKOV GDPR 
V sporočilu Evropske komisije Evropskemu parlamentu, svetu, evropskemu ekonomsko-
socialnemu odboru in odboru regij je zapisano, da uporaba naprednih orodij 
gospodarskemu subjektu omogoča, da se lahko posamezniki bolj uspešno obračajo nanje, 
če spremljajo vedenje posameznikov. Lažje je tudi določiti lokacijo posameznikov preko 
zbiranja podatkov s pomočjo postopkov, kot so elektronske vozovnice, elektronsko 
cestninjenje ali elektronske naprave za določanje zemljepisnega položaja z uporabo 
mobilne naprave. S pogostejšo uporabo osebnih podatkov so pričeli tudi javni organi držav 
članic EU za sledenje posameznikom v primeru izbruha nalezljivih bolezni, za učinkovitejše 
preprečevanje terorizma in kaznivih dejanj ter v boju proti njim, pri upravljanju sistemov 
socialne varnosti, za davčne namene, pri storitvah e-uprave itd. (Evropska komisija, 2010).  
Zaradi potrebe po reformi glede zagotavljanja novih pravic in obsežnejšega nadzora nad 
varstvom osebnih podatkov posameznika sta Evropski parlament in Svet Evropske unije 
pričela s pripravo osnutka Uredbe GDPR v letu 2012. 
Tako sta po številnih vloženih amandmajih Evropski parlament in Svet Evropske unije 
decembra 2015 dosegla soglasje in nato dne 27. 4. 2016 sprejela Splošno uredbo o varstvu 
podatkov (angl. General Data Protection Regulation – GDPR), tj. Uredbo GDPR, ki zajema 
področje varstva osebnih podatkov posameznikov pri obdelavi osebnih podatkov in 
prostega pretoka takih podatkov ter razveljavitev Direktive 95/46/ES, ki je bila namenjena 
harmonizaciji varstva temeljnih pravic in svoboščin posameznikov pri dejavnostih obdelave 
in zagotavljanju prostega pretoka osebnih podatkov med državami članicami. Začela je 
veljati dvajseti dan po objavi v Uradnem listu EU ter se pričela v vseh državah članicah 
uporabljati 25. 5. 2018. Njen namen je prispevati k oblikovanju svobode, varnosti in pravic 
ter gospodarskemu, socialnemu napredku, krepitvi in uskladitvi gospodarstev na notranjem 
evropskem trgu ter blaginji posameznikov. Uredba GDPR zagotavlja varstvo podatkov 
vsakemu posamezniku, na katerega se nanašajo podatki.  
Uredba GDPR se uporablja za vse obdelave osebnih podatkov, ki se nanašajo na sedež 
obdelovalca in upravljavca v EU. Uporablja pa se tudi, če obdelava poteka v državah izven 
EU in je sedež upravljavca in obdelovalca prav tako izven EU, vendar pa se dejavnost 
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obdelave povezuje z dejavnostjo obdelave v EU. To se pojavi na primer v primeru nudenja 
storitev in blaga podjetij, ki imajo sedež izven EU, posameznikom v EU. 
Struktura uredbe je zasnovana tako, da poskuša zajeti vsa možna področja obdelave in 
uporabe osebnih podatkov posameznika. Poglavja od I do XI vsebujejo naslednje vsebine: 
– Uvodne določbe, 
– Splošne določbe, 
– Načela, 
– Pravice posameznika, na katerega se nanašajo osebni podatki, 
– Upravljavec in obdelovalec, 
– Prenos osebnih podatkov v tretje države in mednarodne organizacije, 
– Organizacije, 
– Neodvisni nadzorni organi, 
– Sodelovanje in skladnost, 
– Pravna sredstva, odgovornost in kazni, 
– Določbe o posebnih primerih obdelave, 
– Delegirani akti in izvedbeni akti, 
– Končne določbe. 
V nadaljevanju bomo predstavili vsebino uredbe in razlikovanje od Direktive 95/46/ES.  
Uvodne določbe opisujejo pogoje za veljavo in uporabo ter razlog za obstoj uredbe. 
Dotaknejo se vsebine pravice varstva osebnih podatkov, ki se uporablja sorazmerno glede 
na vlogo v družbi, izjemno hitrega tehnološkega razvoja in globalizacije, ki sta dva glavna 
razloga za sprejem uredbe in implementacije uredbe v zakonodajo držav članic. Uvodne 
določbe opisujejo tudi namen ustanoviteljev, in sicer prizadevanje za boljše varstvo pretoka 
osebnih podatkov v EU ter preprečitev odstopanja glede sodne prakse pri vsaki državi 
članici posebej.  
Predmet in cilji so navedeni kot pravila varstva pri obdelavi osebnih podatkov in prost 
pretok  
le-teh ter pravice in svoboščine posameznikov. Cilji uredbe se nanašajo na zaščito temeljne 
pravice in svoboščine posameznikov in predvsem pravice do varstva osebnih podatkov in 
tudi na zagotovitev prostega pretoka osebnih podatkov v EU (1. člen GDPR).  
Področje uporabe uredbe velja za celostno ali delno obdelavo osebnih podatkov z 
avtomatiziranimi procesi ali na drugačen način za osebne podatke, ki so del zbirke ali pa so 
namenjeni za oblikovanje zbirk. To se nanaša na vse možne tehnike obdelave osebnih 
podatkov. Področja neveljavnosti uredbe so naslednja (2. člen GDPR): 
– zunaj prava EU, 
9 
 
– v poteku izvajanja zasebne dejavnosti v EU, 
– glede preprečevanja kaznivih dejanj s strani pristojnih organov 
– ter s strani držav članic EU, kadar izvajajo dejavnosti, ki spadajo na področje uporabe 
2. poglavja Pogodbe Evropske unije (v nadaljevanju PEU). 
Pojasnila temeljnih pojmov se nekoliko razlikujejo od pojasnil v ZVOP-1. Ti pojmi so 
naslednji (4. člen GDPR): 
– osebni podatek pomeni katero koli informacijo v zvezi z določenim ali določljivim 
posameznikom, 
– določljiv posameznik je tisti, ki ga je mogoče neposredno ali posredno določiti, zlasti 
z navedbo identifikatorja, kot so ime, identifikacijska številka, podatki o lokaciji … ali z 
navedbo enega ali več dejavnikov, ki so značilni za fizično, fiziološko, genetsko, duševno, 
gospodarsko, kulturno ali družbeno identiteto posameznika, 
– obdelava pomeni vsako dejanje ali niz dejanj, ki se izvaja v zvezi z osebnimi podatki 
ali nizi osebnih podatkov z avtomatiziranimi sredstvi ali brez njih, kot so zbiranje, 
beleženje, urejanje, strukturiranje, shranjevanje, prilagajanje ali spreminjanje, priklic, 
vpogled, uporaba, razkritje s posredovanjem, razširjanje ali drugačno omogočanje 
dostopa, prilagajanje ali kombiniranje, omejevanje, izbris ali uničenje, 
– upravljavec pomeni fizično ali pravno osebo, javni organ, agencijo ali drugo telo, ki 
samo ali skupaj z drugimi določa namene in sredstva obdelave; kadar namene in 
sredstva obdelave določa pravo Unije ali pravo države članice, se lahko upravljavec ali 
posebna merila za njegovo imenovanje določijo s pravom Unije ali pravom države 
članice. 
Uredba vsebuje načela zakonitosti, pravičnosti, preglednosti, omejitve namena, 
najmanjšega obsega podatkov, točnosti, omejitve shranjevanja, celovitosti in zaupnosti ter 
odgovornosti (5. člen GDPR). Zakonitost obdelave je opredeljena z naslednjimi pogoji (prvi 
odstavek 6. člena GDPR): 
– posameznik, na katerega se nanašajo osebni podatki, mora privoliti v obdelavo 
njegovih osebnih podatkov za enega ali več določenih namenov,  
– obdelava je potrebna za izvajanje pogodbe, katere pogodbena stranka je 
posameznik, na katerega se nanašajo osebni podatki, ali za izvajanje ukrepov na 
zahtevo takega posameznika že pred sklenitvijo pogodbe, 
– obdelava je potrebna za izpolnitev zakonske obveznosti, ki velja za upravljavca, 
– obdelava je potrebna za zaščito življenjskih interesov posameznika, na katerega se 
nanašajo osebni podatki, ali druge fizične osebe, 
– obdelava je potrebna za opravljanje naloge v javnem interesu ali pri izvajanju javne 
oblasti, dodeljene upravljavcu, 
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– obdelava je potrebna zaradi zakonitih interesov, za katere si prizadeva upravljavec 
ali tretja oseba, razen ko nad takimi interesi prevladajo interesi ali temeljne pravice in 
svoboščine posameznika, na katerega se nanašajo osebni podatki, ki zahtevajo varstvo 
osebnih podatkov, zlasti če je posameznik, na katerega se nanašajo osebni podatki, 
otrok. 
Pogoji za privolitev se nanašajo na načela zakonitosti, pravičnosti in preglednosti. 
Upravljavec mora biti zmožen dokazati privolitev posameznika k obdelavi, na katerega se 
nanašajo osebni podatki. Prav tako ima posameznik kadar koli pravico do preklica izjave, o 
čemer mora biti tudi obveščen s strani upravljavca, preden poda izjavo (7. člen GDPR). V 
primeru, ko mora upravljavec dokazati privolitev posameznika, lahko to stori z izročitvijo 
izjave posamezniku, na primer pri zaposlitvi, pri sprejemu v ustanovo itd. Tako pa se lahko 
zavaruje zgolj v primeru podane pisne izjave, ne pa tudi ustne. 
Prepovedana je obdelava osebnih podatkov, ki razkrivajo rasno ali etnično poreklo, 
politično mnenje, versko ali filozofsko prepričanje, članstvo v sindikatu, obdelavo genetskih 
podatkov, biometričnih podatkov za namene edinstvene identifikacije posameznika, 
podatkov v zvezi z zdravjem ali podatkov v zvezi s posameznikovim spolnim življenjem ali 
spolno usmerjenostjo (prvi odstavek 9. člena GDPR). Osebne podatke se lahko obdeluje 
zgolj v primeru, da je posameznik izrecno privolil v njihovo obdelavo in uporabo. Vendar pa 
se mora tudi v takem primeru upoštevati načelo sorazmernosti in upravljavec ne sme 
uporabljati tovrstnih podatkov v druge namene, o katerih posameznik ni bil obveščen. 
Uredba GDPR se zavzema tudi za načelo najmanjšega obsega podatkov ter omejitev 
namena podatkov. Osebni podatki so tako zbrani za določene, izrecne in zakonite namene 
ter se brez takšnih namenov ne smejo nadalje obdelovati (prvi odstavek 5. člena GDPR). 
Podatki morajo biti tudi ustrezni, relevantni in omejeni na to, kar je potrebno za namene, 
za katere se obdelujejo (prvi odstavek 5. člena GDPR). Tako mora organizacija podatke o 
posamezniku po njihovi uporabi tudi uničiti ali pravilno shraniti.  
V primeru prijave novega delavca lahko upravljavec uporabi fotokopijo osebne izkaznice v 
namen vnosa podatkov v programe, ki jih organizacija uporablja pri opravljanju dela. 
Fotokopijo mora nato uničiti, ker je že izpolnil namen njene uporabe. Enako mora 
upravljavec ravnati v primeru obdelave drugih osebnih podatkov. 
Upravljavec mora posamezniku zagotoviti informacije o njegovih pravicah v jedrnati, 
pregledni, razumljivi in lahko dostopni obliki ter v jasnem in preprostem jeziku, v pisni ali 
elektronski obliki (12. člen GDPR). Namen GDPR je zaščititi posameznika pred kršitvijo 
varstva osebnih podatkov, zato vsebuje tovrstne določbe, ki posamezniku zagotavljajo 
razumljivost in preglednost. Pri tem pa mora upravljavec uporabniku razkriti svojo 
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identiteto in identiteto predstavnika, kontaktne podatke, namen in pravno podlago, v 
primeru posredovanja podatkov v tuje države pa tudi jasno opredeljeno dejstvo, za kakšno 
dejavnost se bodo uporabili. Posameznik ima pravico tudi do zahteve za izbris podatkov ali 
omejitev uporabe le-teh (16. člen GDPR).  
Posameznik ima pravico do prejema osebnih podatkov, ki jih je posredoval upravljavcu, v  
strukturirani,  splošno uporabljani in strojno berljivi obliki, ter  pravico, da  te  podatke 
posreduje drugemu upravljavcu, ne da bi ga upravljavec, ki so mu bili osebni podatki 
prvotno zagotovljeni, pri tem oviral (20. člen GDPR).  
V primeru, da se posameznik odloči za posredovanje osebnih podatkov drugemu 
upravljavcu, je Vanberg (2018, str. 12) zapisal, da ima novi upravljavec pravico do vpogleda 
v elektronska sporočila posameznika in v vse osebne podatke, ki jih elektronska sporočila 
vsebujejo.  
Da bi zagotovil, da se osebni podatki hranijo samo, dokler je potrebno, mora upravljavec 
določiti roke izbrisa ali občasno preverjanje podatkov. Organizacije morajo zagotoviti tudi 
varnostne ukrepe pred vpogledom v zbirke podatkov nepooblaščenim osebam. Na to se 
nanaša četrto poglavje kjer so opisana pravila glede dela upravljavca in obdelovalca 
osebnih podatkov, in sicer na odgovornost obdelave posameznega upravljavca in 
obdelovalca ali skupine le-teh, na pojem obdelovalca, evidence, varnost obdelave in njeno 
kršitev, na oceno učinka, imenovanje, naloge in položaj osebe, pooblaščene za varstvo 
osebnih podatkov, na kodeks ravnanja ter potrjevanje. Velik poudarek je na pooblastitvi 
osebe za varstvo osebnih podatkov.  
Osebo za varstvo osebnih podatkov pooblastita upravljavec in obdelovalec osebnih 
podatkov na podlagi poklicnih odlik, strokovnega znanja o zakonodaji in praksi na področju 
varstva osebnih podatkov (37. člen GDPR). Pooblaščena oseba ne sme biti razrešena ali 
kaznovana zaradi opravljanja svojih nalog, ki obsega tudi neposredno sporočanje najvišji 
upravni ravni obdelovalca ali upravljavca (38. člen GDPR). Naloge pooblaščene osebe so 
predvsem skrb za varstvo osebnih podatkov v organizaciji in svetovanje pri zagotavljanju 
varnostnih ukrepov. Organizacija lahko tajnost in varstvo osebnih podatkov zagotovi s 
hrambo zbirk podatkov v zaklenjenih ognjevarnih omarah, zaklenjenih prostorih, z 
videonadzorom, postavitvijo alarmnih naprav, z vzpostavitvijo varnostnih ukrepov v 
primeru požara ali drugih naravnih katastrof.  
Pogoji, pod katerimi upravljavec in obdelovalec določita osebo, pooblaščeno za varstvo 
osebnih podatkov, se nanašajo na posameznikove poklicne odlike in strokovno znanje o 
varstvu osebnih podatkov. Delovna skupina priporoča dokumentiranje notranje analize, 
izvedene za določitev in imenovanje pooblaščene osebe. Opravljeno notranjo analizo lahko 
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zahteva nadzorni organ v skladu z načelom odgovornosti (Delovna skupina za varstvo 
podatkov iz člena 29, 2017).  
Prenos osebnih podatkov v tretje države ali mednarodne organizacije je možen zgolj po 
odobritvi s strani Evropske komisije. Komisija po proučitvi, ali mednarodna organizacija, 
država oz. ozemlje zagotavljajo ustrezno raven varstva osebnih podatkov, odobri ali zavrne 
prenos podatkov. Komisija v primeru prenosa prouči, ali ima mednarodna organizacija, 
država oz. ozemlje ustrezno stopnjo varstva osebnih podatkov, in nato odloči, ali je prenos 
sploh mogoč. Za tak prenos je potrebno zgolj dovoljenje komisije (45. člen GDPR). 
Neodvisni nadzorni organi morajo delovati tako, da mora vsaka država članica EU določiti 
enega ali več neodvisnih organov, ki ravnajo popolnoma neodvisno. Države članice 
zagotovijo imenovanje člana organa s strani parlamenta, vlade, voditelja ali neodvisnega 
telesa. Organ pa je pristojen za opravljanje dodeljenih nalog in izvajanje prenesenih 
pooblastil v skladu z zakonodajo (51. člen GDPR). Nadzorni organ izvaja tudi svetovalno 
funkcijo, in sicer se upravljavec lahko v primeru, da ugotovi, da bi obdelava ogrozila varstvo 
osebnih podatkov in varstva ni sposoben omogočiti, posvetuje z nadzornim organom. 
Upravljavec pa je v primeru kršitve varstva osebnih podatkov dolžan obvestiti nadzorni 
organ v roku 24 ur od seznanitve s  kršitvijo. Takšna kršitev se pojavi v primeru kraje osebnih 
podatkov, vdora v sistem ali v prostore, kjer se hranijo osebni podatki, ob izgubi podatkov, 
naravni katastrofi in posledičnim uničenjem osebnih podatkov itd.  
V sedmem poglavju uredba obravnava sodelovanje in skladnost med vodilnimi nadzornimi 
organi, ki si prizadevajo za soglasje in medsebojno pomoč. Organi morajo stremeti k 
enotnosti celotne EU, kar je bil tudi pogoj za obstoj uredbe (60. člen GDPR).  
Direktiva (EU) 2016/680 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu 
posameznikov pri obdelavi osebnih podatkov, ki jih pristojni organi obdelujejo za namene 
preprečevanja, preiskovanja, odkrivanja ali pregona kaznivih dejanj ali izvrševanja 
kazenskih sankcij, in o prostem pretoku takih podatkov ter o razveljavitvi Okvirnega sklepa 
Sveta 2008/977/PNZ (v nadaljevanju Direktiva EU), je skupaj z Uredbo GDPR namenjena 
podrobnejši ureditvi področja varstva osebnih podatkov in sta bili obe s tem namenom tudi 
istočasno sprejeti.  
Cilj Direktive EU je varstvo osebnih podatkov posameznika in zaščita posameznika pred 
posegom države v njegove temeljne človekove pravice in svoboščine. Vsebina se navezuje 
na celotno varstvo in obdelavo osebnih podatkov, pojmi v direktivi pa so opisani enako, kot 
so opisani v Uredbi GDPR (1. člen Direktive EU).  
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Celotno besedilo Direktive EU se vsebinsko ujema z Uredbo GDPR, razlika med njima pa je 
v tem, da je v Uredbi GDPR vsako področje opisano bolj podrobno. Razlika med aktoma je 
predvsem v zavezujoči naravi – Uredba GDPR je pravno zavezujoč akt, ki se ga morajo držati 
vse države članice, Direktiva EU pa je zakonodajni akt z opredeljenimi smernicami, ki jih 
morajo doseči vse države članice, vendar ima vsaka članica možnost sprejema svojih 
predpisov v okviru smernic. 
2.4 PRIMERJAVA SLOVENSKE IN EVROPSKE ZAKONODAJE 
2.4.1 Veljavni členi ZVOP-1 v razmerju do Uredbe GDPR 
S sprejemom Uredbe GDPR so ostale v veljavi tiste določbe ZVOP-1, ki niso v neposrednem 
nasprotju z Uredbo GDPR, vse ostale pa so prenehale veljati. Ministrstvo za pravosodje je 
objavilo prva sistemska pojasnila 28. maja 2018, torej po začetku uporabe Uredbe GDPR.  
Večina določb ZVOP-1 je 25. 5. 2018 z uveljavitvijo Uredbe GDPR prenehala veljati. V veljavi 
pa ostanejo določbe členov, ki jih Uredba GDPR ne ureja oziroma jih lahko Republika 
Slovenija skladno z GDPR uredi drugače, in sicer (Ministrstvo za pravosodje, 2018): 
– 4. člen (prepoved diskriminacije), 
– 5. člen (ozemeljska veljavnost), 
– 6. člen (samo definicije javnega in zasebnega sektorja, istih povezovalnih znakov), 
– 7. člen (izjema od obveznosti iz drugega odstavka 25. člena za medije), 
– prvi in drugi odstavek 8. člena (pogoji za zakonsko določanje obdelav osebnih 
podatkov), 
– 9. člen (dodatne omejitve za določitev pravne podlage v javnem sektorju; izvzet pa 
je tretji odstavek), 
– 14. člen (zavarovanje občutljivih osebnih podatkov), 
– 17. člen (znanstveno raziskovanje), 
– drugi odstavek 18. člena (vpogled v osebni dokument), 
– 20. člen (povezovalni znaki), 
– 22. člen (posredovanje osebnih podatkov), 
– 23. člen (varstvo osebnih podatkov umrlih posameznikov), 
– 24. člen (dodatni ukrepi za varnost osebnih podatkov), 
– drugi odstavek 25. člena (dolžnost zavarovanja), 
– 34. člen (sodno varstvo pravic posameznika), 
– 35. člen (začasna odredba), 
– 36. člen (omejitev pravic posameznika), 
– 7. točka prvega odstavka 49. člena (javnost dela). 
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Ministrstvo za pravosodje v prvih sistemskih pojasnilih ob začetku uporabe Uredbe GDPR 
povzema spremembe (Ministrstvo za pravosodje, 2018): 
– V praksi za javni sektor velja, da morajo biti pravne podlage za obdelavo osebnih 
podatkov (ter kateri podatki in nameni obdelave) razdelane v področnih zakonih. 
Uporaba Uredbe GDPR pride v poštev za zadeve, ki ne spadajo pod Direktivo (EU) 
2016/680 (zlasti definicije) ter enako glede preostalega dela ZVOP-1. 
– Za zasebni sektor velja uporaba pravnih podlag in definicij iz Uredbe GDPR, drugih 
določb Uredbe GDPR in v predhodnem odstavku navedenih določb ZVOP-1 ter 
področnih zakonov, ki urejajo obdelave osebnih podatkov.  
– Informacijski pooblaščenec izvršuje nadzore kot doslej po obstoječih pravnih 
podlagah, pri čemer pa nadzira tudi skladnost obdelav osebnih podatkov z določbami 
Uredbe GDPR. 
– Obstoječi prekrškovni postopki se nadaljujejo naprej. Za kršitve določb Uredbe 
GDPR pa ne bo možno izvesti kaznovanja, dokler ne bo sprejet ZVOP-2 in bo izrecno 
določil Informacijskega pooblaščenca tudi kot prekrškovni organ za zadeve kršitev 
določb Uredbe GDPR. Ne glede na navedeno Informacijski pooblaščenec izvršuje vse te 
nadzore (kjer ne more izvajati prekrškovnega kaznovanja) – kot je navedeno v prejšnji 
točki – in lahko izreče vse inšpekcijske ukrepe. 
– Posebno pozornost je treba posvetiti privolitvi kot pravni podlagi, ki je po Uredbi 
GDPR (in Direktivi) drugače definirana in zahteva več naporov upravljavcev, da jih 
pridobijo in (naknadno) izkažejo, da imajo privolitev zakonito in torej zakonito 
obdelujejo osebne podatke). Za do sedaj podane privolitve, velja, da so še vedno 
veljavne in ni treba pridobivati novih privolitev, če ustrezajo novi definiciji. 
– Privolitev mora biti natančna in usmerjena. Nova (popravljena) definicija privolitve 
(popravek slovenske inačice Splošne uredbe o varstvu podatkov v Uradnem listu EU z 
dne 23. maja 2018) se glasi: »'privolitev posameznika, na katerega se nanašajo osebni 
podatki' pomeni vsako prostovoljno, izrecno, informirano in nedvoumno izjavo volje 
posameznika, na katerega se nanašajo osebni podatki, s katero z izjavo ali jasnim 
pritrdilnim dejanjem izrazi soglasje z obdelavo osebnih podatkov, ki se nanašajo nanj;«.  
– Neposredno trženje bo še vedno mogoče izvajati neposredno na podlagi zakonske 
ureditve iz 72. in 73. člena ZVOP-1 (ob upoštevanju nove definicije privolitve iz 11. točke 
4. člena Uredbe GDPR), torej ne bo potrebno izkazovati privolitve posameznikov ali 
legitimnih interesov kot podlage, na podlagi katere so bili njihovi kontaktni podatki 
pridobljeni oziroma uporabljeni za neposredno trženje. To področje je tudi posebej 
zakonsko prenovljeno v členih 100.-101. dosedanjega Predloga ZVOP-2. 
– V obdobju do sprejetja ZVOP-2 je potrebno vsaj začasno določiti pooblaščene osebe 
za varstvo osebnih podatkov neposredno na podlagi Uredbe GDPR. 
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2.4.2 Primerjava Zakona o varstvu osebnih podatkov (ZVOP-1) in predloga ZVOP-2 
V drugem delu predloga ZVOP-2 so razložene tudi poglavitne zakonodajne rešitve, ki se 
razlikujejo glede na ZVOP-1.  
Prva sprememba se nanaša na privolitev posameznika k obdelavi njegovih osebnih 
podatkov, in sicer je po predlogu ZVOP-1 posameznikova osebna privolitev prostovoljna 
izjava volje posameznika, da se lahko njegovi osebni podatki obdelujejo za določen namen, 
pri čemer je dana na podlagi informacij, ki mu jih mora zagotoviti upravljavec po ZVOP-1. 
Privolitev je lahko pisna, ustna ali druga ustrezna (štirinajsti odstavek 6. člena ZVOP-1). Po 
predlogu ZVOP-2 pa privolitev pomeni vsako prostovoljno, konkretno, informirano in 
nedvoumno ravnanje v obliki izjave ali drugačnega jasnega aktivnega delovanja, iz katerega 
je mogoče sklepati na želje posameznika, na katerega se nanašajo osebni podatki, s katero 
izrazi strinjanje z obdelavo osebnih podatkov, ki se nanašajo nanj (enajsti odstavek 6. člena 
Predloga ZVOP-2).  
Spremenjena je definicija obdelave in pravne podlage za obdelavo občutljivih podatkov, ki 
se po ZVOP-2 imenuje posebne vrste osebnih podatkov. Od posebnih vrst osebnih podatkov 
so ločene pravne podlage glede obdelave osebnih podatkov o kazenskih obsodbah ter o 
kaznovanjih za prekrške, vendar se pravila zavarovanja osebnih podatkov s področja 
posebnih vrst osebnih podatkov uporabljajo tudi za njih (12. člen Predloga ZVOP-2). Po 
ZVOP-1 pa so bili občutljivi osebni podatki o rasnem, narodnem ali narodnostnem poreklu, 
političnem, verskem ali filozofskem prepričanju, članstvu v sindikatu, zdravstvenem stanju, 
spolnem življenju, vpisu v kazenske evidence ali izbrisu iz kazenske evidence ali evidenc, ki 
se vodijo na podlagi zakona, ki ureja prekrške ter so lahko tudi biometrične značilnosti, če 
je z njihovo uporabo mogoče določiti posameznika v zvezi s kakšno od prej navedenih 
okoliščin (devetnajsti odstavek 6. člena ZVOP-1). 
Drugi nameni obdelave so v predlogu ZVOP-2 določeni širše in namen prvotnega namena 
zbiranja in obdelave osebnih podatkov je manj pomemben, kot je bil v dosedanji 
zakonodaji. V ZVOP-1 so se nameni imenovali ''naknadni'', pri tem pa morajo biti nameni 
določeni v zakonu in mora v primeru obdelave posameznik privoliti v obdelavo ter mora 
biti predhodno pisno ali na drug ustrezen način seznanjen z namenom obdelave njegovih 
osebnih podatkov (8. člen ZVOP-1).  
Predlog ZVOP-2 določa pooblaščeno osebo za varstvo osebnih podatkov, ki je oseba z 
ustreznimi poklicnimi odlikami in strokovnim znanjem ter izkušnjami o zakonodaji in praksi 
na področju varstva osebnih podatkov ali na primerljivem področju, ki upravljavcu ali 
obdelovalcu na neodvisen način pomaga pri zagotavljanju skladnosti obdelave osebnih 
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podatkov s pravili Uredbe GDPR ter določbami tega zakona in drugih zakonov, ki urejajo 
obdelavo in varstvo osebnih podatkov (42. člen Predloga ZVOP-2). 
Bolj podrobno je v primerjavi z ZVOP-1 v predlogu ZVOP-2 opredeljeno področje 
pravosodja, policije, izvrševanja kazenskih sankcij, funkcij obrambe države ter varnosti 
države.  
Drugače je opisano tudi področje kazenskih določb, in sicer se upravne globe po določbah 
Uredbe GDPR obravnavajo kot prekrški, določen je nov način ocenjevanja višin glob, 
odgovorni organ za prekrške pa je informacijski pooblaščenec.  
Spremembe se pojavijo tudi pri definiciji zbirke osebnih podatkov, in sicer je v ZVOP-1 
zapisano, da je zbirka osebnih podatkov vsak strukturiran niz podatkov, v kateri je vsaj en 
osebni podatek, dostopen na podlagi meril, ki omogočajo uporabo ali združevanje 
podatkov, ne glede na to, ali je niz centraliziran, decentraliziran ali razpršen na funkcionalni 
ali geografski podlagi. Strukturiran niz podatkov je niz podatkov, ki je organiziran na takšen 
način, da določi ali omogoči določljivost posameznika (peti odstavek 6. člena ZVOP-1). Po 
Predlogu ZVOP-2 pa zbirka pomeni vsak strukturiran niz osebnih podatkov, ki so dostopni 
v skladu s posebnimi merili. Niz pa je lahko centraliziran, decentraliziran ali razpršen na 
funkcionalni ali geografski podlagi (šesti odstavek 6. člena Predloga ZVOP-2).  
Upravljavec osebnih podatkov je bil po ZVOP-1 fizična ali pravna oseba ali druga oseba 
javnega ali zasebnega sektorja, ki sama ali skupaj z drugimi določa namene in sredstva 
obdelave osebnih podatkov, oziroma oseba, določena z zakonom, ki določa tudi namene in 
sredstva obdelave (šesti odstavek 6. člena ZVOP-1). V predlogu ZVOP-2 pa je  fizična ali 
pravna oseba, javni organ, agencija ali drugo telo, ki samo ali skupaj z drugimi določa 
namene in sredstva obdelave. Kadar namene in sredstva obdelave določa pravo EU ali 
pravo države članice, se lahko upravljavec ali posebna merila za njegovo imenovanje 
določijo s pravom EU ali pravom države članice (sedmi odstavek 6. člena Predlog ZVOP-2).  
Glede na ZVOP-1 je obdelovalec od upravljavca imenovan pogodbeni obdelovalec in je 
fizična ali pravna oseba (sedmi odstavek 6. člena ZVOP-1). Glede na Predlog ZVOP-2 pa je 
obdelovalec fizična ali pravna oseba, javni organ, agencija ali drugo telo, ki obdeluje osebne 
podatke v imenu upravljavca (osmi odstavek 6. člena Predlog ZVOP-2). 
Celotna vsebina predloga ZVOP-2 je junija 2019 še vedno v obravnavi in se spreminja glede 
na podane pripombe ali popravke. Kot primer pripomb in popravkov je informacijski 
pooblaščenec objavil kar tri mnenja z naslovom Predlog novega Zakona o varstvu osebnih 
podatkov (ZVOP-2) – EVA: 2017-2030-0039 – MNENJE kot dopolnilo in popravek k Predlogu 
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Zakona o varstvu osebnih podatkov (ZVOP-2), in sicer februarja, aprila in novembra 2018 
(Informacijski pooblaščenec, 2018a, 2018b, 2018c).  
V zadnjem 123. členu predloga ZVOP-2 je predvideno, da začne zakon veljati naslednji dan 
po objavi v Uradnem listu Republike Slovenije, uporabljati pa se začne 25. maja 2018. 
Žal je ta rok zamujen in v času priprave do sprejema Zakona o varstvu osebnih podatkov 
(ZVOP-2) za področje varstva osebnih podatkov neposredno velja evropska Splošna uredba 




3 MNENJSKA RAZISKAVA V ORGANIZACIJAH IN MED 
PREBIVALSTVOM SLOVENIJE 
Z mnenjsko raziskavo smo želeli dobiti vpogled v mnenje posameznikov o področju varstva 
osebnih podatkov z dveh vidikov – z vidika javnih zavodov Slovenije (tj. domov starejših 
občanov – v nadaljevanju DSO) in z vidika prebivalcev Slovenije. 
3.1 OPREDELITEV PROBLEMA 
V času nastajanja diplomske naloge je avtorica zamenjala status študentke s statusom 
zaposlene osebe tako, da je probleme varstva osebnih podatkov spoznavala z vidika obeh 
družbenih skupin. Med študijem je spoznala novosti zakonodaje s področja varstva osebnih 
podatkov. Kot zaposlena v kadrovski službi v Rive, d. o. o., pa je bila primorana še 
natančneje proučiti vsebino Uredbe GDPR ter svoje delo prilagoditi novostim. Tako je prišla 
v stik z več podjetji, ki nudijo storitve pomoči, razlage in implementacije Uredbe GDPR. Pri 
tem je ugotovila, da številna podjetja potrebujejo pomoč pri implementaciji ter da se mnogi 
posamezniki ne zavedajo problemov, ki so posledica razkrivanja lastnih osebnih podatkov. 
Z vprašalnikom je želela izvedeti, do kolikšne mere so državljani obveščeni glede novosti s 
področja varstva osebnih podatkov, saj se ta tema nanaša prav na vsakega posameznika v 
Sloveniji. 
3.2 METODOLOGIJA ZBIRANJA PODATKOV 
Metoda zbiranja podatkov je spraševanje (anketiranje), in sicer v obliki strukturiranega 
vnaprej pripravljenega vprašalnika, ki je anonimen in sestavljen izključno za namene 
diplomske naloge. Ciljni skupini sta: 
– prebivalci Slovenije, stari nad 14 let (EnKlikAnketa, 2018a),  
– zaposleni v domovih za starejše občane (EnKlikAnketa, 2018b). 
Ker smo želeli pridobiti čim več mnenj v čim krajšem času z najnižjimi možnimi stroški, smo 
se odločili za spletno anketiranje z odprtokodno aplikacijo na domeni www.1ka.si Centra 
za družboslovno informatiko Fakultete za družbene vede, ki se lahko uporablja neomejeno 
in brezplačno ter ima vgrajena orodja za statistične obdelave (EnKlikAnketa – Kompetentno 
o podatkih, 2018). 
Vzorca prebivalcev Slovenije in zaposlenih v domovih starejših občanov nista slučajna, zato 
je statistično sklepanje z vzorca na populacijo le pogojno izvedljivo. Ciljni kvoti uporabnih 
anket za prebivalstvo Slovenije naj bi obsegali do 300 sodelujočih, za zaposlene v domovih 
starejših občanov pa najmanj 100 sodelujočih. 
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Vzorec prebivalcev Slovenije je bil izbran po principu snežne kepe. To pomeni, da smo v 
prvi fazi potencialne sodelujoče4 iz svojega imenika elektronskih naslovov glede na ciljno 
skupino povabili k sodelovanju v raziskavi in jih hkrati prosili, da v drugi fazi povezavo do 
spletne ankete posredujejo svojim prijateljem, znancem in sodelavcem, ti pa lahko k 
sodelovanju povabijo še druge iz svojega imenika elektronskih naslovov. V tretji fazi je bila 
povezava do spletne ankete za prebivalstvo Slovenije javno objavljena na Facebooku kot 
prevladujočem socialnem omrežju.  
Spletni vprašalnik za prebivalstvo Slovenije (vprašalnik v prilogi 1 in opisne statistike v 
prilogi 3) ter Spletni vprašalnik za zaposlene v domovih starejših občanov (vprašalnik v 
prilogi 2 in opisne statistike v prilogi 3) obsegata po 15 vprašanj s podvprašanji. 
Nagovoru sledi predstavitev ZVOP in GDPR in opredelitev osebnega podatka ter osebne 
privolitve posameznika5. Sledijo vprašanja, oblikovana tako, da omogočajo preverjanje v 
uvodu zastavljenih hipotez. Eno vprašanje se nanaša na 5-stopenjsko Likertovo lestvico 
stališč, večina je dihotomnih vprašanj, ki imajo možnost odgovora "Da" ali "Ne", na koncu 
vprašalnika pa je vprašanje odprtega tipa, ki anketiranim omogoča poljubni besedilni 
odgovor.  
Odgovore anketiranih smo statistično obdelali z orodji, ki jih nudi spletno mesto 
EnKlikAnketa, grafe križnih frekvenčnih tabel med starostno skupino in izbranimi 
spremenljivkami pa smo izdelali v Microsoftovem Excelu. 
Podrobneje so rezultati statističnih analiz prikazani v prilogi 3, v nadaljnjem besedilu pa so 
sintetizirani kot poljudno zapisani izvlečki in nadgradnja statističnih obdelav. Številke 
                                                             
4  Slovnična oblika moškega spola »sodelujoči«, »anketirani oz. anketiranec« ipd. velja za moške in ženske. 
5  Spletna vprašalnika za prebivalstvo Slovenije (na spletu je bil aktiven od 3. 8. 2018 do 24. 8 2018) in za 
zaposlene v domovih starejših občanov (na spletu je bil aktiven od 27. 8. 2018 do 31. 10. 2018) sta bila 
vsebinsko zastavljena že pred 25. majem 2018, ko Uredba GDPR, zapisana v težje razumljivem 
pravniškem jeziku, še ni stopila v veljavo, zato sta v njima uporabljeni definiciji osebnega podatka in 
osebne privolitve posameznika iz 6. člena ZVOP-1, ki sta v svojem bistvu poenostavljeni in lahko 
razumljivi obliki definicij iz Uredbe GDPR.  
Uredba GDPR namreč definira osebne podatke v prvi točki 4. člena kot »… katerokoli informacijo v zvezi 
z določenim ali določljivim posameznikom [...]; določljiv posameznik je tisti, ki ga je mogoče neposredno 
ali posredno določiti, zlasti z navedbo identifikatorja, kot je ime, identifikacijska številka, podatki o 
lokaciji, spletni identifikator, ali z navedbo enega ali več dejavnikov, ki so značilni za fizično, fiziološko, 
genetsko, duševno, gospodarsko, kulturno ali družbeno identiteto tega posameznika«, v enajsti točki 4. 
člena pa opredeli: »privolitev posameznika, na katerega se nanašajo osebni podatki, pomeni vsako 
prostovoljno, izrecno, informirano in nedvoumno izjavo volje posameznika, na katerega se nanašajo 
osebni podatki, s katero z izjavo ali jasnim pritrdilnim dejanjem izrazi soglasje za obdelavo osebnih 
podatkov, ki se nanašajo nanj« (The European parliament and the Council of the European union, 2016). 
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grafikonov in tabel so v besedilu zapisane v obliki hiperpovezave, ki omogoča ob hkratnem 
pritisku na tipko Ctrl in kliku na levi gumb miške skok na izbran grafikon ali tabelo.  
3.3 UPORABLJENE STATISTIČNE METODE 
Uporabljene statistične metode se omejujejo predvsem na frekvenčno in strukturno analizo 
ene spremenljivke (univariatne metode), med bivariatne metode pa sodi frekvenčna in 




4 PRIMER IMPLEMENTACIJE ZAKONODAJE V ORGANIZACIJI 
Kot primer implementacije Uredbe GDPR v organizaciji smo izbrali Dom starejših občanov 
Rive d. o. o. Ribnica (Rive, 2018), v katerem smo želeli bolj podrobno proučiti ozaveščenost 
zaposlenih o zakonodaji glede varstva osebnih podatkov.  
Mnenja zaposlenih v domovih starejših občanov v Sloveniji glede varstva osebnih podatkov 
smo pridobili z vprašalnikom, s katerim smo ugotavljali njihovo ozaveščenost glede 
obravnavane teme. 
V raziskavi je sodelovalo 8 od 15 k raziskavi povabljenih domov starejših občanov. Opazili 
smo tudi nezainteresiranost za izpolnjevanje vprašalnika pri tistih, ki so sicer potrdili svoje 
sodelovanje, vendar do izteka roka spletnega vprašalnika niso izpolnili. Tako je bilo 
izpolnjenih vprašalnikov precej manj, kot smo pričakovali, četudi so bile ciljne kvote 
dosežene. 
4.1 PREDSTAVITEV SOCIALNO-VARSTVENE ORGANIZACIJE 
V raziskavi so torej sodelovali zaposleni v osmih domovih starejših občanov, med katerimi 
predstavljam podjetje Rive, d. o. o., ki je kot ustanovitelj in upravitelj izgradnje doma 
starejših občanov v Ribnici leta 2007 pridobilo koncesijo za opravljanje socialno-varstvene 
dejavnosti za osebe starejše od 65 let, ki zaradi svoje starosti ali bolezni ne zmorejo več 
samostojnega bivanja v domačem okolju (Register internih aktov Rive, 2017).  
Dom nudi storitve, kot so (Rive, 2018): 
– institucionalno varstvo starejših,  
– zdravljenje in zdravstvena rehabilitacija, ki se izvaja s strani zdravnika in zaposlenih, 
ki so oskrbovancem na voljo 24 ur na dan,   
– zdravstvena nega in  
– specialistična zdravstvena dejavnost.  
Dom je socialno varstveni zavod, ki se nahaja na naslovu Krošnjarska pot 2, 1310 Ribnica, 
kjer je tudi sedež same organizacije. V ustanovi je 154 stanovalcev, za katere skrbi okoli 70 
zaposlenih. Pri izvajanju dejavnosti se povezuje z ostalim okoljem in sodeluje z drugimi 
organizacijami in posamezniki občine Ribnica, ki izvajajo storitveno dejavnost v javnem in 
zasebnem sektorju (Register internih aktov Rive, 2017). 
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Namen raziskave je bil proučiti proces implementacije Uredbe GDPR v organizaciji, 
prepoznavanje problematičnih področij in splošno delovanje organizacije z vidika varstva 
osebnih podatkov. S tem bi raziskava pripomogla k boljšemu razumevanju in preglednosti 
dejanskega stanja. Želeli pa smo pridobiti tudi širše osebno znanje glede omenjene teme.  
Kot cilj naloge smo si zastavili prepoznavanje dejavnikov, ki vplivajo na pravilno delovanje 
organizacije v skladu z zakonodajo o varstvu osebnih podatkov, in hkrati ugotoviti, kako se 
podjetje spopada z implementacijo zakonodaje v praksi. 
Pri zbiranju in obdelavi podatkov smo uporabili metodo zbiranja podatkov in metodo 
analize podatkov. Večino podatkov smo pridobili v samem podjetju, druge pa preko 
spletnih virov in s strani drugih organizacij preko udeležbe na izobraževanju. 
4.2 PREDSTAVITEV REZULTATOV MNENJSKE RAZISKAVE 
Predstavitev rezultatov začenjamo s strukturo anketiranih po spolu in starosti ter področju 
v domovih starejših občanov, kjer delajo anketirani. Sledi frekvenčna in strukturna analiza 
odgovorov anketiranih, ki je nazorno prikazana s paličnimi in strukturnimi grafikoni, 
posebej pa smo vsebinsko analizirali tudi besedilne odgovore. 
4.2.1 Vzorec zaposlenih v domovih starejših občanov 
Med 118 anketiranimi je bilo 88 % žensk in 11 % moških. Struktura vzorca je pogojena z 
dejstvom, da v DSO delajo predvsem ženske (moški le izjemoma, predvsem na vodstvenih 
mestih), in se močno razlikuje od razmerja med moškimi (49,4 %) in ženskami (50,6 %) v 
populaciji, ki so stari nad 14 let (SURS – SI-STAT, 2018), prav tako pa tudi od vzorca 
anketiranih prebivalcev Slovenije, med katerimi je bilo dve tretjini žensk in tretjina moških 
(glej poglavje 5.1.1).  
Večina anketiranih je v starostni skupini 41–60 let (55,9 %), sledi dobra tretjina (39,0 %) 
anketiranih v starostni skupini 21–40 let, do 20 let je starih 3,4 % anketiranih, dva med 
anketiranimi pa sta stara nad 61 let. 
Vzorec anketiranih, zaposlenih v DSO, po spolu in starostni skupini prikazuje grafikon 1. 
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Grafikon 1:  Spol in starost anketiranih, zaposlenih v domovih starejših občanov 
 
Vir: lasten 
Večina anketiranih ima 3-letno srednjo poklicno izobrazbo (33 %), gimnazijsko oz. drugo 
strokovno 4-letno izobrazbo (31 %), visokošolsko ali univerzitetno izobrazbo (26 %), kar 
skupaj tvori 90 % anketiranih v DSO. Med preostalimi 10 % anketiranih pa jih ima 6 % 
končano osnovno šolo, 3 % 2-letno nižje poklicno izobraževanje in 2 % strokovni magisterij. 
Nihče med anketiranimi nima nedokončane osnovne šole ali pa doktorata znanosti. 
Izobrazbeno strukturo anketiranih prikazuje grafikon 2. 
do 20 let
21 - 40 let
41 - 60 let










Moški 2 5 4 2
Ženski 2 41 62 0
do 20 let 21 - 40 let 41 - 60 let 61 let ali več 
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Grafikon 2:  Katera je vaša najvišja dosežena formalna izobrazba?   (n = 118) 
 
Vir: lasten 
Področja dela, na katerih delajo anketirani v DSO, pa prikazuje grafikon 3. V vzorcu je 
največji delež osebja s področja zdravstvene nege in oskrbe stanovalcev domov starejših 
občanov (53 %). Sledijo anketirani, ki so zaposleni v upravi (20 %), v službi prehrane (11 %) 
in tehnični službi (8 %). Osem anketiranih (7 %) pa je navedlo, da delajo na drugih področjih 
v DSO (npr. v recepciji in pralnici). 
Grafikon 3:  Prosim, označite, na katerem področju opravljate svoje delo v podjetju.  (n = 117) 
 
Vir: lasten 
4.2.2 Analiza odgovorov anketiranih, zaposlenih v domovih starejših občanov 
Na vprašanje o tem, koliko so anketirani po lastnem mnenju seznanjeni z vsebino aktualne 
zakonodaje s področja varstva osebnih podatkov (GDPR in ZVOP-1) in zakonodaje v pripravi 
(ZVOP-2), anketirani svojo seznanjenost s Splošno uredbo o varstvu podatkov (GDPR) in 
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Zakonom o varstvu osebnih podatkov (ZVOP-1) ocenjujejo med 3 – »Delno sem seznanjen« 
in 4 – »Večinoma sem seznanjen«. Prav tako so med 3 in 4 ocenili svojo seznanjenost s 
predlogom Zakona o varstvu osebnih podatkov (ZVOP-2). Povprečne ocene za 117 
sodelujočih prikazuje grafikon 4. 
Grafikon 4:  Označite, koliko ste po vašem mnenju seznanjeni z vsebino zakonodajnega akta   
(n = 117) 
 
Vir: lasten 
Skoraj tri četrtine anketiranih (74 % od 117) se zaveda, da imajo pri opravljanju svojega 
poklica stik z osebnimi podatki drugih ljudi, kar prikazuje grafikon 5. Vsi zaposleni v domovih 
starejših občanov imajo vsakodnevni stik z osebnimi podatki drugih ljudi. Glede na 
odgovore lahko razberemo, da 26 % anketirancev ne razume definicije osebnih podatkov 
ter se posledično ne zaveda pomena varstva osebnih podatkov. 
Grafikon 5:  Ali imate pri opravljanju svojega poklica stik z osebnimi podatki drugih ljudi?    





V času zaposlitve v DSO sta se skoraj dve tretjini od 117 anketiranih že udeležili 
izobraževanja na temo varstva osebnih podatkov (grafikon 6).  
Grafikon 6:  Ali ste se v času zaposlitve udeležili izobraževanja na temo varstva osebnih 
podatkov?   (n = 117) 
 
Vir: lasten 
Med udeleženci jih 36 oziroma 88 % meni, da so na izobraževanju prejeli pomembne in 
koristne informacije od izvajalcev izobraževanja (grafikon 7). 
Grafikon 7:  Ali menite, da ste na izobraževanju prejeli pomembne in koristne informacije s 
strani izvajalcev izobraževanja?  (n = 41) 
 
Vir: lasten (n88% = 36) 
Skoraj dve tretjini (65 %) izmed 75 anketiranih sta se pripravljeni tudi v prihodnje udeležiti 
izobraževanja na temo varstva osebnih podatkov (grafikon 8).  
Tovrstna izobraževanja ali izobraževanja znotraj organizacije so ključnega pomena pri 
implementaciji zakonodaje. Preko njih zaposleni pridobijo informacije tako o teoretičnem 
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kot o praktičnem poteku implementacije. Mnenje avtorice pa je, da ni potrebe po 
izobraževanju izven organizacij za vse zaposlene, temveč le za vodstvo, ki bi moralo 
pridobljeno znanje posredovati ostalim  zaposlenim znotraj organizacije.  
Grafikon 8:  Ali bi se bili v prihodnje pripravljeni udeležiti izobraževanja na temo varstva 
osebnih podatkov?  (n = 75) 
 
Vir: lasten (n65% = 49) 
Med 75 anketiranimi je 43 ali 57,3 % sodelujočih v raziskavi v preteklosti že podpisalo katero 
koli izjavo ali soglasje na temo varstva osebnih podatkov (grafikon 9).  
Grafikon 9:  Ali ste v preteklosti že podpisali katero koli izjavo ali soglasje na temo varstva 
osebnih podatkov v podjetju, v katerem ste zaposleni?  (n = 75) 
 
Vir: lasten (n57% = 43) 
Nad štiri petine od 43 anketiranih, ki so odgovorili na to vprašanje z izborom odgovora ''Da'', 
meni, da je bila vsebina izjave oziroma soglasja na temo varstva osebnih podatkov, ki so ga 
podpisali, popolnoma razumljiva (grafikon 10). 
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Grafikon 10: Ali vam je bila vsebina izjave popolnoma razumljiva?  (n = 43) 
 
Vir: lasten 
Grafikon 11 prikazuje razmerje med odgovori ''Da'' in ''Ne'', pri čemer ''Da'' pomeni, da je 
trditev o osebnem podatku pravilna, ''Ne'' pa, da ni pravilna.  
Grafikon 11: Z ''Ne'' ali ''Da'' označite, ali gre po vašem mnenju za pravilno trditev ali ne. 
(n = 111) 
 
Vir: lasten 
Pri trditvah »Svojec oskrbovanca ima pravico do vpogleda v informacije o oskrbovančevi 
diagnozi, četudi ni pisno pooblaščen.« in »Fotografije zaposlenih in oskrbovancev lahko 
objavimo na družbenih omrežjih, kot sta Facebook ali Instagram, brez pisnega soglasja, saj 
29 
 
so del organizacije.« je približno 80 % anketirancev odgovorilo pravilno z odgovorom ''Ne''. 
Odgovori kažejo, da so zaposleni v organizaciji dobro obveščeni in skrbijo za varstvo 
osebnih podatkov oskrbovancev.  
Približno 50 % pa jih je pri trditvi »Pri svojem delu moramo paziti samo na varstvo osebnih 
podatkov zaposlenih.« odgovorilo z ''Da'', kar je seveda napačen odgovor. Zaposleni v 
domovih starejših občanov imajo večino svojega delovnega časa stik z osebnimi podatki 
zaposlenih in z osebnimi podatki oskrbovancev. Osebni podatki oskrbovancev so namreč 
objavljeni na oglasnih deskah v prostorih doma, v skupnih jedilnih prostorih, na seznamih 
prireditev, ki jih organizira vodstvo, na prejeti pošti … Avtorica meni, da mora prav vsak 
zaposleni v domu starejših občanov striktno paziti na osebne podatke zaposlenih in 
oskrbovancev ter jih ne sme širiti izven delovnega okolja. 
Prav tako je približno 50 % anketiranih odgovorilo z ''Da'' na trditev »Posameznik, o katerem 
hranimo osebne podatke, ima pravico vpogleda v zbirko, v kateri se hranijo njegovi osebni 
podatki.« Glede na to, da je zgolj 50 % odgovorilo na trditev z ''Da'', bi morala organizacija 
posvetiti več časa izobraževanju zaposlenih o njihovih dolžnostih. 
Več kot 80 % anketiranih je odgovorilo, da je naslov prebivališča oseben podatek. Nekaj več 
kot 40 % jih je na trditev »Višina zneska za nego in oskrbo ni osebni podatek« odgovorilo z 
''Da''. Skoraj enako število odgovorov ''Da'' pa so anketirani podali pri trditvi »Naslov 
prebivališča posameznika je osebni podatek.« in trditvi »Telefonska številka posameznika 
ni osebni podatek.« Vse trditve so lahko osebni podatek ali pa tudi ne – odvisno od 
določljivosti posameznika. V primeru, da je višina stroška za nego in oskrbo povprečna 
višina zneska vseh oskrbovancev, posameznika ni možno določiti. V primeru, da višina 
zneska očitno odstopa od povprečja višine ostalih zneskov, pa je posameznik lahko 
določljiv. Na podlagi tega so odgovori zadovoljili pričakovanja, ker so anketiranci 
odgovarjali na podlagi interpretacij konkretnih primerov. 
Približno 40 % odgovorov ''Da'' je bilo podanih pri trditvi »Zdravstvena diagnoza 
oskrbovanca je osebni podatek zgolj tedaj, ko vsebuje njegovo ime in priimek.« ter »Pri 
pridobivanju informacij od novega oskrbovanca ga lahko vprašamo, kateri verski skupnosti 
pripada.«  
Več kot 40 % pa jih je z ''Ne'' odgovorilo na trditev »V primeru, da je posameznik v smrtni 
nevarnosti, smemo njegove osebne podatke uporabiti, ne glede na to, da za to nismo prejeli 
njegovega pisnega dovoljenja.« Na podlagi odgovorov lahko sklepamo, da zaposleni niso 
dovolj ozaveščeni o vsebini zakonodaje v zvezi z varstvom osebnih podatkov, ker je trditev 
(v primeru smrtne nevarnosti) pravilna.  
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V povprečju so zaposleni v DSO pravilno opredelili osebni podatek le v 61,0 % (grafikon 11). 
Mnenja anketiranih glede posvečanja časa delodajalca informiranju zaposlenih o aktualni 
zakonodaji in zakonodaji v pripravi ter varstvu osebnih podatkov so deljena – dve tretjini 
anketiranih to podpira, tretjina pa ne (grafikon 12).  
Tretjina anketirancev se zaradi nepoznavanja zakonodaje ali nepoznavanja možnih kršitev 
ne zaveda pomembnosti varstva osebnih podatkov. Delodajalec bi moral vsem zaposlenim 
ponuditi možnost pridobitve znanja o varstvu osebnih podatkov, zaposlenih v DSO in 
oskrbovancev, ter s tem preprečiti možne zlorabe. 
Grafikon 12: Ali menite, da bi moral vaš delodajalec posvetiti več časa informiranju zaposlenih 
glede zakonodaje in samega varstva osebnih podatkov?  (n = 111) 
 
Vir: lasten 
4.2.3 Besedilni odgovori anketiranih 
Besedilni odgovori anketiranih so zbrani v prilogi 3 v preglednici 31. Zapisani so tako, kot so 
jih anketirani vnesli v spletni vprašalnik, zato lahko vsebujejo tudi slovnične napake.  
Možnost besedilnega odgovora odprtega tipa je izkoristilo le 6 zaposlenih v DSO, iz njihovih 
odgovorov pa ne moremo izluščiti nobenega konkretnega predloga. 
4.3 PREDLOGI ZA IZBOLJŠAVE 
Glede boljše implementacije v organizaciji bi predlagali več udeležbe vodstva na 
organiziranih izobraževanjih ter prenos njihovega pridobljenega znanja na ostale delavce v 
organizaciji preko delavnic, predstavitev, sestankov.  
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Organizacije si lahko pri implementaciji pomagajo z dokumentiranjem vseh podatkov, 
ozaveščanjem zaposlenih o spremembah v zakonodaji, pregledom veljavnih internih aktov, 
izdelavo ocene tveganja in imenovanjem osebe, pooblaščene za varstvo osebnih podatkov 
(Rita Bowen, 2018, str. 2–3). 
Prav tako bi predlagali pravočasno izdelavo plana poteka sprememb, ki bi se morale že pred 
majem 2018 implementirati z Uredbo GDPR. V to bi zajeli naloge vsakega zaposlenega iz 
opisa del in nalog, kar bi v praksi na primer pomenilo:  
– izdelavo in posodobitev izjav ob oskrbovančevem sprejemu, 
– razložitev internih aktov in pravil glede varstva osebnih podatkov tako 
oskrbovancem kot svojcem, 
– prenos podatkov o oskrbovancih in svojcih zgolj zaposlenim, ki so pooblaščeni za 
obdelavo tovrstnih podatkov, 
– izdelava in posodobitev dokumentacije, kot so akti doma, evidence in izjave ob 
zaposlitvi posameznikov, 
– seznanitev novozaposlenih z internimi akti in pravili glede varstva osebnih podatkov 
zaposlenih in oskrbovancev; vsak zaposleni ima namreč dostop do osebnih 
podatkov  zaposlenih in oskrbovancev, za katere je zadolžen skladno z nalogami, 
zapisanimi v sistemizaciji delovnega mesta, 
– seznanitev z vsebino internih aktov in pravil glede varstva osebnih podatkov 
oskrbovancev in njihovih svojcev, 
– zagotovitev varnostnih gesel za dostop do računalnikov, na katerih se hranijo osebni 
podatki, 
– ustanovitev sistema zaklepanja prostorov, v katerih se hranijo osebni podatki, 
– zagotovitev gesel pooblaščenim osebam za dostop do programov, v katerih se 
hranijo osebni podatki, 
– zagotovitev varnostnih ukrepov v primeru namernega ali nenamernega uničenja 
dokumentacije, ki vsebuje osebne podatke. 
Zaupanje bolnikov oziroma oskrbovancev ima namreč velik pomen pri delovanju 
organizacije, kot je dom starejših občanov, bolnica, zdravilišče … (Shu in Jahankhani, 2017, 
str. 33). Za tovrstne organizacije bi bilo najslabše možno, da bi bolniki in oskrbovanci 
zavračali storitve zaradi strahu pred nezavarovanostjo njihovih osebnih podatkov. Zato je 
varstvo osebnih podatkov pomembno tudi za javno zdravje in moramo obravnavati vsa 
vprašanja tveganja varnosti.  
Po besedah Mojce Prelesnik (2018), informacijske pooblaščenke, bi si morale organizacije 
za pravilno implementacijo zastaviti vprašanje, kako obdelujejo osebne podatke, v katerih 
zbirkah in v katere namene. V primeru, da je odgovor na vprašanje pritrdilen, pa bi morale 
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organizacije izpostaviti nekaj ključnih nalog. Informacijska pooblaščenka je tako izpostavila 
naslednje naloge (Prelesnik, 2018, str. 3): 
– pregled veljavnosti obstoječih pridobljenih privolitev glede obdelave osebnih 
podatkov ter način pridobivanja privolitev v bodoče,  
– prilagoditev pogodb s pogodbenimi obdelovalci, za katero morajo poskrbeti 
naročniki pogodbene obdelave, 
– preveritev katalogov zbirk, ki so po Uredbi GDPR evidence dejavnosti obdelave in ki 
v resnici pomenijo preglede in popise izvajanih obdelav, 
– pregled postopkov zagotavljanja pravic posameznika do seznanitve z lastnimi 
podatki, ugovora, omejitve, izbrisa in prenosljivosti podatkov, 
– preveritev obveznosti izvajanja ocen učinkov v zvezi z varstvom osebnih podatkov, 
– imenovanje pooblaščene osebe za varstvo osebnih podatkov, 
– izvajanje načela vgrajenega in privzetega varstva podatkov, 
– pregledati in prilagoditi veljavne varnostne politike in njeno izvajanje, 
– v prihodnosti vzpostaviti ocene tveganja glede doslednosti certificiranja in kodeksov 
ravnanja. 
 
Celoten potek implementacije bi se moral v organizacijah in podjetjih pričeti že z objavo 
Uredbe GDPR v letu 2016, da bi s tem preprečili možne kršitve zakonodaje in posledični 




5 RAZISKAVA MNENJA PREBIVALCEV SLOVENIJE 
V mnenjski raziskavi je sodelovalo 295 anketiranih, kar predstavlja 98,3 % zastavljene ciljne 
kvote 300 anketiranih prebivalcev Slovenije, starih nad 14 let.  
Po podatkih Statističnega urada Republike Slovenije je bilo 1. januarja 2018 v Sloveniji 
1.756.203 prebivalcev starih nad 14 let, od tega 867.258 moških ali 49,4 % in 888.945 ali 
50,6 % žensk (SURS – SI-STAT, 2018). 
Efektivni vzorec 295 anketiranih predstavlja torej 0,17 ‰ prebivalstva Slovenije v starosti 
nad 14 let na dan 1. januar 2018 (SURS – SI-STAT, 2018).  
5.1 PREDSTAVITEV REZULTATOV 
Predstavitev rezultatov začenjamo s strukturo anketiranih po spolu in starosti ter 
zaposlitvenem statusu. Sledi frekvenčna in strukturna analiza odgovorov anketiranih, ki je 
nazorno prikazana s paličnimi in strukturnimi grafikoni, posebej pa smo vsebinsko analizirali 
tudi besedilne odgovore. 
5.1.1 Vzorec prebivalcev Slovenije, starejših od 14 let 
Med 295 anketiranimi je bilo dve tretjini žensk (66,7 %) in tretjina moških (33,3 %). 
Struktura se močno razlikuje od razmerja med moškimi (49,4 %) in ženskami (50,6 %) v 
populaciji, ki so stari nad 14 let (SURS – SI-STAT, 2018), kar je pogojeno tudi z medijem, saj 
ima npr. Facebook profil mnogo več uporabnic kot uporabnikov, poleg tega pa so ženske 
bolj pripravljene sodelovati v anketah kot moški. 
Večina anketiranih je v starostni skupini 21–40 let (59 %), sledi dobra četrtina (26 %) 
anketiranih v starostni skupini 41–60 let, do 20 let je starih 8 % anketiranih, nad 61 let pa 7 
%. Ker je bilo vzorčenje po principu snežne kepe, je razumljivo, da prevladujejo anketirani 
v moji starostni skupini, saj prevladujejo mladi tudi v mojem imeniku elektronskih naslovov. 
Vzorec anketiranih po spolu in starostni skupini prikazuje grafikon 13. 
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Grafikon 13: Spol in starost anketiranih prebivalcev Slovenije 
 
Vir: lasten 
Večina anketiranih je zaposlenih (55 %), sledijo dijaki in študentje (34 %), brezposelnih in 
upokojencev skupaj pa je dobra desetina (11 %). Anketirane po zaposlitvenem statusu 
prikazuje grafikon 14. 
Grafikon 14: Zaposlitveni status  (n = 295)  
 
Vir: lasten 
5.1.2 Analiza odgovorov anketiranih prebivalcev Slovenije 
Anketirani menijo, da so delno seznanjeni (povprečna ocena 3 – »Delno sem seznanjen«) s 
Splošno uredbo o varstvu podatkov (GDPR) in Zakonom o varstvu osebnih podatkov (ZVOP-
do 20 let
21 - 40 let
41 - 60 let









Moški 7 56 26 7
Ženski 16 118 51 14
do 20 let 21 - 40 let 41 - 60 let 61 let ali več 
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1), nekoliko slabše (povprečna ocena 2 – »Večinoma nisem seznanjen«) pa s predlogom 
Zakona o varstvu osebnih podatkov (ZVOP-2). Povprečne ocene za 275 sodelujočih na 5-
stopenjski Likertovi lestvici stališč prikazuje grafikon 15. 
Grafikon 15: Označite, koliko ste po vašem mnenju seznanjeni z vsebino zakonodajnega akta.  
(n = 275)  
 
Vir: lasten 
Na vprašanje »Ali ste že pred letošnjim majem vedeli, da nastopi veljavnost evropske 
Splošne uredbe o varstvu osebnih podatkov (GDPR) 25. 5. 2018?« je 44 % od 275 
anketirancev odgovorilo z ''Ne'' in 56 % z ''Da'', kar pomeni, da je bila več kot polovica 
anketiranih informirana o Uredbi GDPR (grafikon 16).  
Mnenje avtorice je, da je kljub večinskem odgovoru ''Da'' še vedno premalo anketiranih 




Grafikon 16: Ali ste že pred letošnjim majem vedeli, da nastopi veljavnost evropske Splošne 
uredbe o varstvu podatkov (GDPR) 25. 5. 2018?   (n = 275)  
 
Vir: lasten 
Vsa podjetja bi morala skladno z zakonodajo ob zaposlitvi delavcev izročiti izjavo, s katero 
novozaposleni potrjuje soglasje o uporabi in obdelavi svojih osebnih podatkov. Izjavo bi 
morale izročiti tudi vse fakultete, šole ali druge organizacije, ki obdelujejo osebne podatke 
posameznikov. Prav tako bi morala to storiti vsa podjetja, ki nudijo storitve ali prodajo in 
obdelujejo osebne podatke posameznikov, tj. svojih strank.  
Za vseh 20 % anketirancev od 271, ki so odgovorili, da te izjave niso podpisali, obstaja več 
možnosti:  
– ali se res ne strinjajo z uporabo in obdelavo svojih osebnih podatkov,  
– ali zgolj niso bili pazljivi, kaj so podpisali,  
– ali pa niso prepričani, če je bila izjava ob sklenitvi delovnega razmerja resnično 
podpisana.  
 
V primeru, da posamezniki dejansko niso podpisali izjave, namreč pomeni, da organizacija 
ne more oz. ne sme uporabiti njihovih osebnih podatkov, kar je lahko ovira za delovne 
procese in onemogoča delovanje organizacije (grafikon 17).  
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Grafikon 17: Ali ste v preteklosti že podpisali katero koli izjavo ali soglasje na temo varstva 
osebnih podatkov?  (n = 271)  
 
Vir: lasten 
Pri vprašanju, na kakšen način so anketirani prejeli izjavo, je bilo možno izbrati več 
odgovorov, na vprašanje pa je odgovorilo le 217 ali 73,6 % anketiranih, pri tem pa so med 
4 možnostmi naredili 311 izbir, tj. povprečno 14 izbir na 10 anketiranih.  
Najpogosteje so anketirani prejeli izjavo v pisni obliki (73 % izborov) in v elektronski obliki 
(63 % izborov). 16 anketiranih je izjavo prejelo v ustni obliki (7 % izborov), 2 anketirana pa 
sta pod »Drugo« zapisala, da sta dobila izjavo v obliki SMS kratkega sporočila, torej po 
telefonu. V primeru izjave v ustni obliki po Uredbi GDPR zadošča privolitev posameznika z 
jasnim pritrdilnim dejanjem, ki pomeni, da je posameznik, na katerega se nanašajo osebni 
podatki, prostovoljno, ozaveščeno in nedvoumno izrazil soglasje k obdelavi osebnih 
podatkov v zvezi z njim. Enako velja za pisno obliko ali elektronsko podpisano (enajsti 
odstavek 4. člena GDPR). Kadar obdelava temelji na privolitvi, mora biti upravljavec zmožen 
dokazati, da je posameznik, na katerega se nanašajo osebni podatki, privolil v obdelavo 
svojih osebnih podatkov (prvi odstavek 7. člena GDPR). 
Način, na katerega so anketirani prejeli izjavo oz. soglasje k varstvu osebnih podatkov, 
prikazuje grafikon 18, pri čemer n označuje 217 anketiranih, m pa 311 njihovih izbir. 
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Grafikon 18: Označite, na kakšen način ste prejeli izjavo.  (n = 217, m = 311)  
 
Vir: lasten 
Pri vprašanju »Ali ste se že udeležili katerega koli izobraževanja na temo varstva osebnih 
podatkov?'« je bilo skoraj štiri petine (79 %) odgovorov ''Ne'' pričakovanih, saj precej večjih 
podjetij ne izvaja izobraževanja za vse zaposlene, temveč le za tiste v vodstveni vlogi  
(grafikon 19).  
Nezaposleni nimajo veliko možnosti za udeležbo na brezplačnih ali finančno ugodnih 
izobraževanjih. V večini primerov podjetja ali javnost to opravičujejo s pomanjkanjem 
finančnih sredstev.  
Tovrstne probleme bi po našem mnenju lahko rešili s prerazporeditvijo državnih sredstev v 
področje izobraževanja o varstvu osebnih podatkov. S tem bi imelo prebivalstvo večji 
dostop do finančno bolj ugodnih izobraževanj. 
Lahko pa bi namenili večji poudarek na temo varstva osebnih podatkov tudi v ustanovah, 
kot so fakultete, srednje in osnovne šole. 
39 
 
Grafikon 19: Ali ste se že udeležili katerega koli izobraževanja na temo varstva osebnih 
podatkov?  (n = 271)  
 
Vir: lasten 
Med 56 anketiranimi se je skoraj 80 % udeležilo izobraževanja na podlagi ponudbe 
delodajalca. Manj kot 20 % je tistih, ki jim je udeležbo ponudila fakulteta. Manj kot 10  % 
anketiranih pa se je izobraževanja udeležilo brez posredovanja informacij drugih (grafikon 
20). 
Grafikon 20: Označite, na kakšen način ste izvedeli za izobraževanje.  (n = 56)  
 
Vir: lasten 
Na vprašanje o pripravljenosti udeležbe izobraževanja na temo varstva osebnih podatkov 
je odgovorilo 214 ali 72,5 % vseh anketiranih.  
Anketirani, ki so se pripravljeni v prihodnje udeležiti izobraževanja na temo varstva osebnih 
podatkov, so bili pri vprašanju glede udeležbe izobraževanj v prihodnje popolnoma 
izenačeni s tistimi, ki se izobraževanja niso pripravljeni udeležiti (grafikon 21). 
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Grafikon 21: Ali bi se bili v prihodnje pripravljeni udeležiti izobraževanja na temo varstva 
osebnih podatkov?  (n = 214)  
 
Vir: lasten 
Pri označevanju, ki se je nanašalo na ugotovitev, ali gre v navedenem primeru za osebni 
podatek ali ne, smo želeli preveriti dejansko znanje anketirancev glede osebnih podatkov. 
Zakonodaja opredeljuje osebni podatek kot tisti podatek, s katerim lahko določimo 
posameznika. Veliko anketirancev ni imelo težav pri določitvi, ali gre pri trditvi za osebni 
podatek ali ne, ko so označevali primere imena in priimka, EMŠO, telefonske številke, 
registrske tablice avtomobila, prstnega odtisa, DNK … Omenjeni primeri so bili obravnavani 
že v predhodni zakonodaji (v ZVOP iz leta 1999 in v ZVOP-1 iz leta 2007) in smo se jih kot 
družba že naučili prepoznati kot osebne podatke. V primeru fotografije oziroma v primeru 
objave lastne fotografije na družbenih omrežjih pa so bili anketiranci veliko bolj neodločeni.  
Novosti sodobne tehnologije zajema novejša zakonodaja, zato bomo morali njihovo 
uporabo oziroma obdelavo veliko bolj proučiti. Vredno je omeniti, da tudi novejša 
zakonodaja ni najbolje opredeljena glede določenih primerov ter da odgovorni poudarjajo 
predvsem to, da je osebni podatek prav vse, s čimer lahko opredelimo posameznika. 
Grafikon 22 prikazuje odgovore anketirancev z oznako ''Da'' ali ''Ne'' pri trditvah, ki so 
oblikovane tako, da se mora anketiranec odločiti, ali gre po njegovem mnenju za osebni 
podatek ali ne. V pomoč pri odločitvi je namig, ali lahko iz primera prepozna posameznika. 
Naslov posameznika, telefonsko številko, EMŠO zaposlenega, DNK posameznika, EMŠO 
brezposelnega in prstni odtis je približno 90 % posameznikov označilo kot osebni podatek. 
Približno 70 % anketirancev pa je označilo znamko osebnega telefona, barvo oči in vzdevek 
z ''Ne''.  
V povprečju so prebivalci Slovenije pravilno opredelili osebni podatek v 69,6 %, kar je v 
primerjavi z zaposlenimi v DSO boljše za 8,6 odstotnih točk. Možno je, da je k boljšemu 
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rezultatu pripomogel namig, da se v trditvah nahaja osebni podatek tam, kjer lahko iz 
primera prepoznajo posameznika. 
Grafikon 22: Z ''Ne'' ali ''Da'' označite, ali gre po vašem mnenju v navedenem primeru za osebni podatek 
ali ne. Pri odločitvi naj vam pomaga namig, ali lahko iz primera prepoznate posameznika.  (n = 253)  
 
Vir: lasten 
Med 253 anketiranimi ima nad štiri petine (85 %) po lastni presoji vsakodnevno stik z 
osebnimi podatki drugih ljudi. Glede na pridobljene odgovore menimo, da bi morali toliko 
bolj poudarjati ozaveščenost ljudi o pomenu varstva osebnih podatkov (grafikon 23). 
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Grafikon 23: Ali imate po vašem mnenju vsak dan stik z osebnimi podatki drugih ljudi?  (n = 253)  
 
Vir: lasten 
Med 252 anketiranimi je samo petina (20 %) odgovorila z ''Ne'' na vprašanje, ali bi morala 
država po njihovem mnenju več časa posvetiti informiranju prebivalstva glede zakonodaje 
in varstva osebnih podatkov. Tema je toliko bolj pomembna, saj se nanaša prav na vsakega 
posameznika v Evropski uniji (s tem pa tudi v Sloveniji) in na določene posameznike izven 
nje. To pa izkazuje večinsko mnenje (80 %) anketiranih, da od države pričakujejo več 
informacij o zakonodaji in varstvu osebnih podatkov (grafikon 24). 
Grafikon 24: Ali menite, da bi morala država posvetiti več časa informiranju prebivalstva glede 
zakonodaje in samega varstva osebnih podatkov?  (n = 252)  
 
Vir: lasten 
5.1.3 Besedilni odgovori anketiranih 
Besedilni odgovori anketiranih so zbrani v tabeli 1. Zapisani so tako, kot so jih anketirani 
vnesli v spletni vprašalnik, zato lahko vsebujejo slovnične napake. 
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Iz besedilnih odgovorov na vprašanje ''Imate morda še kakšen komentar oziroma sporočilo 
za avtorico vprašalnika?'' lahko sklepamo, da se je 20 posameznikov med 295 anketiranimi 
poglobilo v problem varstva osebnih podatkov. Pri tem so se vprašali tudi, ali je osebni 
podatek stanje na bančnem računu in ali je tudi telefonski imenik zbir osebnih podatkov, 
na kar lahko odgovorimo pritrdilno.  
Po drugi strani pa sta dva opozorila tudi na to, da predstavlja pretirano varovanje osebnih 
podatkov težave pri rednem delu posameznikov in poslovanju podjetij.  
Tabela 1:  Imate morda še kakšen komentar oziroma sporočilo za avtorico vprašalnika? (n = 20) 
Odgovori Frekvenca 
Na državnih in paradržavnih spletnih straneh je ogromno informacij o osebnih 
podatkih in varovanih podatkih, samo malo je treba "pogooglati". 
1 
Menim, da je v določenih zadevah zakon preveč neživljenjski glede tega kaj je osebni 
podatek in kaj ne. Vendar žal v današnji družbi vsi iščejo kako priti do posameznika 
(ali potrošnika) da bomo nazadnje že skoraj vse imeli za osebne podatke in jih bo 
moral zakon varovati. 
1 
Pedagoški delavci naj v osebne mape in listovnike ne zbirajo fotografije otrok, 
učencev. 
1 
Osebni podatki se morajo predložiti prevečkrat po nepotrebnem oz. samo v 
ekonomsko, demografsko ... korist, podjetjem, institucijam, tudi zdravnikom 
izdajamo njim koristne podatke ... 
1 
Stanje na bančnem računu,osebni podatek? 1 
Državi ni v interesu, da bi informirala prebivalstvo glede varstva osebnih podatkov, 
ker so politikanti, ki to državo vodijo, poniglavi hlapci podivjanega korporativnega 
kapitala in njemu podrejenih služb, ki hočejo imeti 100 % nadzor nad ljudmi, zato da 
jih lahko obvladujejo. 
1 
Previsoko varstvo osebnih podatkov otežuje delo v službi. 1 
Zakoni bi morali konkretno definirati postopke. 1 
Odlična anketa, prebivalci se še premalo zavedamo o pomembnosti varovanja 
osebnih podatkov. :) 
1 
Z gospodarskega vidika GDPR prinaša več škode kot koristi za podjetja, saj 
predstavlja dodatno delo in hudo omejitev iz vidika informiranja, marketinga ter 
promocije podjetja. Enako bo tudi z ZVOP II, ki bo v skladu z GDPR – gre za 
nefunkcionalne rigidne zakone, ki niso v skladu z dejanskim stanjem na trgu Evrope. 
Posledično podjetja iščejo ponudnike shranjevanja in obdelave podatke na trgu izven 
EU in Slovenije – tako da je to en velik masten pljunek v lastno skledo. 
1 
Kaj pa telefonski imenik? 1 
Vsebinsko nerelevantni odgovori (npr. »Zelo solidno narejen vprašalnik.«, 




Odgovori petih anketiranih vsebujejo tudi kritiko zakonodaje v zvezi z varstvom osebnih 
podatkov, uporaba katere škoduje evropskemu gospodarskemu prostoru in bi morala 
vsebovati opis konkretnih postopkov varovanja osebnih podatkov.  
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Besedilni odgovori so torej v četrtini sporočali kritiko in težave, s katerimi se spopadajo 
anketiranci v zvezi z zakonodajo na področju varstva osebnih podatkov. 
5.2 PREDLOGI ZA IZBOLJŠAVE 
V primeru, da bi k reševanju vprašalnika pristopilo več anketiranih, bi lahko ugotovitve 
obravnavali kot reprezentativno znanje oziroma prepričanje širše javnosti. Ob dovolj 
velikem vzorcu bi bilo možno statistično sklepanje od vzorca anketiranih na populacijo 
Slovenije. Z več promoviranja vprašalnika bi sicer dosegli večji vzorec, vendar pa nismo 
prepričani, da bi lahko dosegli nad 17.560 sodelujočih v anketi, kar bi predstavljalo 10 % 
prebivalstva Slovenije v starosti nad 14 let. 
Za izboljšanje znanja prebivalstva o varstvu osebnih podatkov pa bi državi predlagali 
organizacijo cenovno dostopnejših izobraževanj ali delavnic. Izobraževanja ali delavnice bi 
lahko organizirali tudi na fakultetah Univerze v Ljubljani, Mariboru in na Primorskem, ki bi 
poleg študijske snovi podrobneje obravnavale varstvo osebnih podatkov. Za vsebino 
delavnic ali izobraževanj bi predlagali predvsem osredotočenost razlage na prenos v 
zakonodaji zapisanega v prakso. S tovrstnimi pristopi bi po našem mnenju lahko preprečili 




6 PREVERJANJE HIPOTEZ IN ZAZNANI PROBLEMI 
V uvodu smo si zastavili naslednje hipoteze: 
– Najmanj dve tretjini prebivalcev Slovenije je zelo dobro seznanjenih z zakonodajo o 
varstvu osebnih podatkov. 
– Nad štiri petine prebivalcev Slovenije se zaveda možnih zlorab osebnih podatkov. 
– Implementacija Splošne uredbe GDPR v slovenskih organizacijah poteka brez težav. 
– Prilagajanje slovenske zakonodaje evropski Splošni uredbi GDPR poteka brez težav. 
6.1 PREVERJANJE HIPOTEZ 
Glede na odgovore prebivalcev Slovenije hipoteze »Najmanj dve tretjini prebivalcev 
Slovenije je zelo dobro seznanjenih z zakonodajo o varstvu osebnih podatkov.« ne moremo 
sprejeti.  
Mnogo anketirancev je izpolnjevalo anketo z začetno prepričanostjo, da zelo veliko vedo o 
zakonodaji s področja varstva osebnih podatkov, kar pa se je v nadaljevanju reševanja 
izkazalo za neresnično. Predvsem se je njihovo (ne)znanje pokazalo pri prepoznavanju, ali 
gre v trditvi za osebni podatek ali ne. Glede na pridobljene podatke v anketi pa lahko 
potrdimo, da je bilo sicer mnogo anketiranih seznanjenih z zakonodajo, kar pa še ne 
pomeni, da so dejansko razumeli vsebino. Glede na odgovore, ki smo jih pridobili na 
vprašanje, koliko se jih je udeležilo izobraževanja na temo varstva osebnih podatkov, je 
nevednost prebivalcev razumljiva. Veliko bolj so z vsebino seznanjeni zaposleni in bolje 
izobraženi, ki so po predvidevanjih na višjih položajih in imajo več dostopa do udeležbe na 
delavnicah, seminarjih ali predavanjih.  
Hipoteza predvideva, da najmanj 66 % anketiranih svojo seznanjenost z zakonodajnimi akti 
s področja varstva osebnih podatkov ocenjuje z oceno »4 – Večinoma sem seznanjen« in 
»5 – Povsem sem seznanjen«. Iz preglednice 4 v prilogi 3 pa izhaja, da je oceno 4 ali 5 pri 
Splošni uredbi o varstvu podatkov (GDPR) prisodilo le 29 % anketiranih prebivalcev 
Slovenije, pri Zakonu o varstvu osebnih podatkov (ZVOP-1) 34 % in pri Predlogu zakona o 
varstvu osebnih podatkov (ZVOP-2) le 20 %. 
Hipotezo »Nad štiri petine prebivalcev Slovenije se zaveda možnih zlorab osebnih 
podatkov.« smo preverili na osnovi razumevanja pomena osebnega podatka za 
prebivalstvo in ugotovili, da je ne moremo sprejeti.  
Razumevanje pomena osebnega podatka smo prav tako preverili z anketo in pridobili 
odgovore, ki so pokazali, da je velik del prebivalstva neodločen glede pomena osebnega 
podatka. Na podlagi ugotovitev iz rezultatov odgovorov anketiranih lahko potrdimo, da se 
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prebivalci v veliki meri ne zavedajo možnih zlorab osebnih podatkov, ker v večini primerov 
ne vedo niti, kaj je osebni podatek in kaj ni, tako da se ne morejo ustrezno zavarovati pred 
možnimi zlorabami svojih osebnih podatkov, ki so jih sami javno objavili. 
Hipoteza predvideva, da se najmanj 80 % prebivalcev Slovenije zaveda možnih zlorab 
osebnih podatkov, predpogoj za to pa je, da pravilno prepoznajo, kaj osebni podatek je in 
kaj ni. Iz preglednice 11 v prilogi 3 je razvidno, da je pravilno opredelilo osebni podatek le 
69,6 % prebivalcev Slovenije, iz preglednice 27 v prilogi 3 pa, da je le 61,0 % zaposlenih v 
domovih starejših občanov osebni podatek pravilno opredelilo. 
Hipoteze »Prilagajanje slovenske zakonodaje evropski Splošni uredbi GDPR poteka brez 
težav.« na podlagi rezultatov raziskave prav tako ne moremo sprejeti, saj se je proces 
implementacije Uredbe GDPR v ZVOP-2, ki zamuja s sprejetjem že tri četrt leta, začel krepko 
prepozno. 
Slabo pripravljenost Slovenije na novo zakonodajo lahko ocenimo preko premikanja 
datumov predvidenega sprejema zakona ZVOP-2, ki naj bi stopil v veljavo najkasneje 
25. 5. 2018, kar pa se dejansko ni zgodilo. Prav tako zakon še ni sprejet niti v začetku leta 
2019. Po objavi Uredbe GDPR so se pojavile težave pri prevajanju v slovenski jezik, saj je 
bilo v besedilu prevoda veliko napak, ki jih je treba še odpraviti. Res pa je, da tudi ZVOP-1 
ne odstopa bistveno od smernic Direktive, pa tudi ne toliko od Uredbe GDPR, da bi lahko 
rekli, da je v popolnem nasprotju z evropsko zakonodajo. Vsekakor pa prilagajanje 
slovenske zakonodaje evropski poteka s težavami in z veliko zamudo, kar je utemeljen 
razlog, da hipotezo ovržemo. 
6.2 POVZETEK UGOTOVITEV 
Ugotovitve iz raziskave smo strnili v povzetek tako, da smo primerjali odgovore, ki smo jih 
pridobili iz vprašalnika za prebivalstvo Slovenije, in odgovore, ki smo jih pridobili iz 
vprašalnika za zaposlene v DSO. Med seboj smo primerjali tudi hipoteze, ki smo jih opisali 
v prejšnjem poglavju 6.1 Preverjanje hipotez.  
Med anketiranimi prebivalci Slovenije ima status zaposlenega 55 % ali 162 anketiranih 
(grafikon 14), med zaposlenimi v DSO pa vseh 118 anketiranih (glej poglavje 4.2.1 Vzorec 
zaposlenih v domovih starejših občanov). Med anketiranimi prebivalci Slovenije je večina 
(56 %) že pred majem vedela, da nastopi veljavnost evropske Uredbe GDPR 25. 5. 2018 
(grafikon 16), skoraj 21 % anketiranih se je že do septembra 2018 udeležilo izobraževanja 
na temo varstva osebnih podatkov (med njimi 80 % na podlagi ponudbe delodajalca – 
grafikona 19 in 20). Med zaposlenimi v DSO se je izobraževanja na temo varstva osebnih 
podatkov do oktobra 2018 udeležilo že 35 % anketiranih (grafikon 6), v podjetju Rive, d. o. 
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o., pa 55 % do aprila 2019. Iz tega lahko sklepamo, da je implementacija Uredbe GDPR v 
slovenskih delovnih organizacijah, kjer so zaposleni anketirani iz obeh ciljnih skupin, v teku 
in se s časom povečuje delež tistih, ki se udeležijo izobraževanja o varstvu osebnih 
podatkov; s tem pa se povečuje tudi delež seznanjenosti z aktualno zakonodajo in 
zakonodajo v pripravi s področja varstva osebnih podatkov.  
Povprečna ocena prebivalcev Slovenije in zaposlenih v DSO ter razlika med ocenami je 
prikazana v tabeli 2 in grafikonu 25. V primerjavi z anketiranimi prebivalci Slovenije 
(grafikon 15 v poglavju 5.1.2 Analiza odgovorov anketiranih prebivalcev Slovenije), starimi 
nad 14 let, so zaposleni v DSO (grafikon 4 v poglavju 4.2.2 Analiza odgovorov anketiranih, 
zaposlenih v domovih starejših občanov) ocenili svojo seznanjenost z aktualno zakonodajo 
in zakonodajo v pripravi s področja varstva osebnih podatkov na 5-stopenjski Likertovi 
lestvici stališč za dobre pol ocene bolje, seznanjenost z zakonodajo v pripravi pa skoraj za 
celo oceno bolje.  
Povprečne ocene na 5-stopenjski Likertovi lestvici stališč prebivalcev Slovenije in zaposlenih 
v DSO  glede seznanjenosti z zakonodajo prikazuje tabela 2, primerjavo povprečnih ocen v 
obeh anketiranih vzorcih pa grafikon 25. 
Tabela 2:  Povprečna ocena zaposlenih v DSO in prebivalcev Slovenije glede seznanjenosti z 
zakonodajo na 5-stopenjski Likertovi lestvici stališč 
 Povprečna ocena na 5-stopenjski Likertovi lestvici 
Seznanjenost vseh anketiranih z 
zakonodajnimi akti oktobra 2018 
Zaposleni v DSO Prebivalci 
Slovenije 
Razlika v oceni 
obeh ciljnih 
skupin  (n = 117) (n = 275) 
Splošna uredba o varstvu podatkov  
(GDPR) 
3,5 3,0 0,5 
Zakon o varstvu osebnih podatkov  
(ZVOP-1) 
3,5 3,0 0,5 
Predlog zakona o varstvu osebnih 
podatkov (ZVOP-2) 




Grafikon 25: Primerjava povprečne ocene zaposlenih v DSO in prebivalcev Slovenije glede 
seznanjenosti z zakonodajo na 5-stopenjski Likertovi lestvici stališč 
 
Vir: lasten 
Med zaposlenimi v DSO je delež tistih, ki so se že izobraževali na temo varstva osebnih 
podatkov (35,0 %), za slabih 15 odstotnih točk višji kot med anketiranimi prebivalci 
Slovenije (20,7 %), kar prikazuje tabela 3.  
Tabela 3:  Primerjava deleža izobraževanja na temo varstva osebnih podatkov med zaposlenimi 
v DSO in prebivalci Slovenije 
Ali ste se že udeležili katerega koli izobraževanja na temo varstva osebnih podatkov? 
 Zaposleni v DSO Prebivalci Slovenije Skupna frekvenca 
 (n = 117) (n = 271) (n = 388) 
1 (Da) 41  (35,0 %)   56  (20,7 %)   97  (25,0 %) 
2 (Ne) 76  (65,0 %) 215  (79,3 %) 291  (75,0 %) 
Vir: lasten 
To pojasnjuje tudi razliko v samopercepciji seznanjenosti z aktualno zakonodajo s področja 
varstva osebnih podatkov, ki je na 5-stopenjski Likertovi lestvici pri zaposlenih v DSO za več 
kot polovico ocene višja v primerjavi z anketiranimi prebivalci Slovenije, kar smo videli v 
tabeli 2. Hkrati pa razlika nakazuje tudi dejstvo, da so v DSO že organizirali izobraževanja na 
temo varstva osebnih podatkov (ali pa so bila izobraževanja oktobra 2018 v teku, kot je 
razvidno iz besedilnih odgovorov zaposlenih v DSO iz preglednice 31 v prilogi 3), to pa 
pomeni, da se sicer organizacije ustrezno odzivajo na spremembe v zakonodaji in poskrbijo, 
0,0 0,5 1,0 1,5 2,0 2,5 3,0 3,5 4,0
Splošna uredba o varstvu
podatkov (GDPR)
Zakon o varstvu osebnih
podatkov (ZVOP-1)
Predlog zakona o varstvu
osebnih podatkov (ZVOP-2)
Povprečna ocena na 5-stopenjski Likertovi lestvici
Zaposleni v DSO Prebivalci Slovenije
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da so zaposleni seznanjeni z njimi – le da so se izobraževanja svojih zaposlenih lotile 
prepozno, tj. po nastopu veljavnosti Uredbe GDPR. 
Med 271 anketiranimi prebivalci Slovenije je izjavo ali soglasje na temo varstva osebnih 
podatkov podpisalo 217 ali 80,1 % sodelujočih (grafikon 17) in 75 ali 57,3 % anketiranih 
med 118 zaposlenimi v DSO (grafikon 9), v povprečju za obe ciljni skupini skupaj torej 
75,1 %, kot je razvidno iz tabele 4. 
Tabela 4:  Primerjava deleža podpisanih izjav ali soglasij na temo varstva osebnih podatkov med 
zaposlenimi v DSO in prebivalci Slovenije 
Ali ste v preteklosti že podpisali katero koli izjavo ali soglasje na temo varstva osebnih 
podatkov? 
 Zaposleni v DSO Prebivalci Slovenije Skupna frekvenca 
 (n = 75) (n = 271) (n = 346) 
1 (Da) 43  (57,3 %) 217  (80,1 %) 260  (75,1 %) 
2 (Ne) 32  (42,7 %)   54  (19,9 %)   86  (24,9 %) 
Vir: lasten 
Glede na rezultate analize pridobljenih informacij smo vse v uvodu zastavljene hipoteze 
ovrgli.  
Hipotezo »Najmanj dve tretjini prebivalcev Slovenije je zelo dobro seznanjenih z 
zakonodajo o varstvu osebnih podatkov.« smo preverili z vprašalnikom za prebivalstvo 
Slovenije. Osnovni razlog za zavrnitev hipoteze je prenizka povprečna ocena lastne 
seznanjenosti anketiranih z vsebino zakonodajnih aktov s področja varstva osebnih 
podatkov, tj. med 2 – »Večinoma nisem seznanjen« in 3 – »Delno sem seznanjen« (grafikon 
15).  
Hipotezo »Nad štiri petine prebivalcev Slovenije se zaveda možnih zlorab osebnih 
podatkov.« smo preverili z obema vprašalnikoma – za prebivalstvo in zaposlene v DSO. Pri 
drugi hipotezi je bil glavni razlog za zavrnitev slabo ločevanje primerov, ki dejansko izražajo 
osebni podatek, od primerov, ki ne izražajo osebnega podatka (grafikona 22 in 11). Če 
namreč anketirani ne prepoznajo, kaj je osebni podatek in kaj ne, se ne morejo zavedati 
možnih zlorab. 
Tudi hipoteze »Prilagajanje slovenske zakonodaje evropski Splošni uredbi GDPR poteka 
brez težav.« glede na rezultate raziskave ne moremo sprejeti, saj se je proces 
implementacije Uredbe GDPR zavlekel že ob prevajanju v slovenski jezik in se v predlogu 




6.3 PREDLOGI ZA IZBOLJŠAVE 
Na podlagi raziskave smo ugotovili, da je stopnja seznanjenosti prebivalstva Slovenije z 
zakonodajo s področja varstva osebnih podatkov še vedno nizka. Seznanjenost 
posameznikov z aktualno zakonodajo bi po našem mnenju lahko izboljšali s finančno bolj 
dostopnimi izobraževanji ali seminarji, ki bi jih izvajali v več ustanovah, kot so na primer 
šole, fakultete, javni zavodi … Eden izmed načinov spoznavanja zakonodaje je možen tudi 
preko pisnih del v fizični in elektronski obliki, kot je npr. Kratek vodič po novostih s področja 
varstva osebnih podatkov ali na kratko o novi Splošni uredbi o varstvu podatkov, ki ga je 
leta 2018 izdala pravna pisarna JK Group in na jedrnat in preprost način predstavlja pregled 
sprememb in novosti v Uredbi GDPR. 
Zavedanje posameznikov o možnih zlorabah osebnih podatkov smo preverili preko 
razumevanja vsebine zakonodaje na primerih ločevanja stavkov, ki vsebujejo osebni 
podatek, od tistih, ki osebnega podatka ne vsebujejo. V domovih starejših občanov bi za 
boljše razumevanje predlagali organizacijo izobraževanj, pri katerih bi tisti z več znanja o 
varstvu osebnih podatkov posvetili več časa za interno izobraževanje tistih z manj znanja. 
Takšna izobraževanja oziroma seminarji se lahko izvajajo v prostorih doma starejših 
občanov, in sicer tako pogosto, da se o vsebini zakonodaje, ki se nanaša na pravilno 
izvajanje varstva osebnih podatkov tako zaposlenih kot oskrbovancev, v dokaj kratkem 
obdobju izobrazijo vsi zaposleni. Organizacije se morajo zavedati, da se lahko celo v 
primeru, ko se samo ena zaposlena oseba ne zaveda kršitve varstva osebnih podatkov, 
naredi škoda celotnemu delovanju organizacije. 
Glede na odgovore prebivalstva Slovenije pa bi lahko država organizacijam ponudila 
brezplačno spletno stran ali portal, preko katerega bi poznavalci zakonodaje in strokovnjaki 
za varstvo osebnih podatkov na poljuden način odgovarjali na vsa aktualna vprašanja tistih, 
ki bi potrebovali pomoč pri razumevanju vsebine zakonodaje s področja varstva osebnih 
podatkov. Odgovori na vprašanja na spletnih straneh Informacijskega pooblaščenca so 
namreč pisani v zahtevnem pravniškem jeziku, ki je običajnim ljudem manj razumljiv. 
Ena od ključnih pomanjkljivosti je tudi z zamudo začet proces implementacije Uredbe GDPR 
v Sloveniji. Večina delovnih organizacij se je implementacije lotila šele po 25. 5. 2018, ko je 
Uredba GDPR stopila v veljavo, pri čemer je treba izpostaviti, da je bila vsebina Uredbe 
GDPR dostopna že od leta 2016 in da bi morale delovne organizacije svoje delovanje začeti 






V uvodu smo izpostavili problem zlorabe osebnih podatkov kot posledico prehitrega razvoja 
informacijske tehnologije in neinformiranosti ljudi, kako se zaščititi pred zlorabami. Varstvo 
osebnih podatkov ureja evropska Splošna uredba GDPR, ki je stopila v veljavo 25. 5. 2018. 
Namen diplomskega dela je boljše razumevanje in pregled nad celotnim področjem varstva 
osebnih podatkov v Sloveniji, cilj pa je prepoznavanje dejavnikov, skladnih z evropsko in 
slovensko zakonodajo s področja varstva osebnih podatkov. Osredotočili smo se na štiri 
hipoteze, za katere smo oblikovali dva vprašalnika mnenjske raziskave, enega za prebivalce 
Slovenije v funkciji širše javnosti in drugega za zaposlene v domovih starejših občanov v 
funkciji stroke, ki ima vsak dan opravka z osebnimi podatki oskrbovancev. 
V drugem poglavju smo opredelili ključne pojme varstva osebnih podatkov na podlagi 
aktualne slovenske in evropske zakonodaje ter temu dodali praktične primere, kaj je osebni 
podatek in kaj ni osebni podatek v odvisnosti od konteksta. Če lahko v kontekstu ugotovimo 
identiteto posameznika, potem gre nesporno za osebni podatek, ki sodi skladno z aktualno 
zakonodajo in zakonodajo v pripravi na področje varstva osebnih podatkov. Drugo poglavje 
obsega tudi primerjavo slovenske zakonodaje in Uredbe GDPR ter proces sprejemanja 
zakonodaje Evropske unije in informiranosti prebivalstva o varstvu osebnih podatkov. 
V tretjem poglavju smo metodološko predstavili mnenjsko raziskavo s področja varstva 
osebnih podatkov s pomočjo anketiranja zaposlenih v socialno-varstvenih organizacijah in 
med prebivalstvom Slovenije z opredelitvijo problema in izvedbenim načrtom metodologije 
zbiranja in obdelave podatkov oziroma mnenj dveh ciljnih skupin – prebivalcev Slovenije in 
zaposlenih v domovih za starejše občane. Uporabljene statistične univariatne metode se 
omejujejo predvsem na frekvenčno in strukturno analizo ene spremenljivke. 
V četrtem poglavju smo raziskali proces implementacije Uredbe GDPR v socialno-varstvenih 
organizacijah, podrobneje pa smo predstavili eno izmed osmih sodelujočih v raziskavi. V 
nadaljevanju smo predstavili rezultate mnenjske raziskave med zaposlenimi v domovih 
starejših občanov, opisali značilnosti vzorca in rezultate analize odgovorov anketiranih, ki 
svojo seznanjenost z vsebino zakonodajnih aktov s področja varstva osebnih podatkov v 
povprečju ocenjujejo med »Delno sem seznanjen« in »Večinoma sem seznanjen«. Med 118 
anketiranimi se je 65 % že udeležilo izobraževanja na temo varstva osebnih podatkov v 
organizaciji delodajalca, med temi pa jih je 88 % mnenja, da so na izobraževanju prejeli 
pomembne in koristne informacije. Kljub temu pa anketirani niso najbolj prepričljivo ločili 
primerov, ki so dejansko vsebovali osebni podatek, od primerov, ki osebnega podatka niso 
vsebovali. Poglavje smo zaključili s predlogi za izboljšave stanja v organizaciji na področju 
varstva osebnih podatkov. 
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V petem poglavju smo predstavili raziskavo mnenja prebivalcev Slovenije, v kateri je 
sodelovalo 295 anketiranih, starejših od 14 let. Vzorec anketiranih smo predstavili z 
bivariatno frekvenčno analizo po spolu in starosti ter univariatno po zaposlitvenem statusu. 
Med anketiranimi je 55 % zaposlenih, dobra tretjina je dijakov in študentov ter dobra 
desetina upokojencev in brezposelnih. Anketirani so svojo seznanjenost z vsebino 
zakonodaje s področja varstva osebnih podatkov ocenili v povprečju za pol ocene slabše 
kot zaposleni v domovih starejših občanov, predlog zakona ZVOP-2 pa za skoraj celo oceno 
slabše, torej bliže oceni »Večinoma nisem seznanjen« kot oceni »Delno sem seznanjen«. 
Po drugi strani pa je 56 % anketiranih že pred majem vedelo, da evropska Splošna uredba 
o varstvu podatkov (GDPR) stopi v veljavo 25. 5. 2018. Izobraževanja na temo varstva 
osebnih podatkov se je udeležilo le 21 % anketiranih, med temi pa skoraj 80 % 
izobraževanja v organizaciji delodajalca. Anketirani prebivalci Slovenije so v primerjavi z 
zaposlenimi v domovih starejših občanov nekoliko bolj prepričljivo ločili primere, ki so 
dejansko vsebovali osebni podatek, od primerov, ki osebnega podatka niso vsebovali. 
Morda jim je pri tem nekoliko pomagal namig, da gre za osebni podatek tedaj, ko lahko iz 
primera prepoznajo posameznika – tega namiga namreč zaposleni v domovih starejših 
občanov niso dobili. Iz besedilnih odgovorov prebivalcev Slovenije pa lahko sklepamo, da 
se je 20 posameznikov poglobilo v problem varstva osebnih podatkov. Poglavje zaključujejo 
predlogi za izboljšave. 
V šestem poglavju smo na podlagi rezultatov mnenjskih raziskav in proučevanja procesa 
implementacije Uredbe GDPR preverili vse štiri v uvodu zastavljene hipoteze (»Prebivalci 
Slovenije so zelo dobro seznanjeni z zakonodajo o varstvu osebnih podatkov«, »Prebivalci 
se zavedajo možnih zlorab osebnih podatkov«, »Implementacija zakonodaje v slovenskih 
organizacijah poteka brez težav« in »Prilagajanje slovenske zakonodaje glede na evropsko 
poteka brez težav«) in ugotovili, da nobene med njimi ne moremo sprejeti. Posebej smo 
sistematično nanizali ugotovitve v povzetku ugotovitev in podali predloge za izboljšave. 
Kljub temu menimo, da smo dosegli namen in cilj diplomskega dela, to je boljše 
razumevanje in pregled nad celotnim področjem varstva osebnih podatkov v Sloveniji ter 
prepoznavanje dejavnikov, ki vplivajo na pravilno delovanje organizacije v skladu z 
evropsko in slovensko zakonodajo o varstvu osebnih podatkov, četudi implementacija 
Uredbe GDPR v praksi ne teče gladko in z velikimi časovnimi zamudami. 
Zaključna misel, ki nas mora spodbuditi k premisleku, pa je dilema, ki jo je izpostavil Korpar 
s sodelavci v knjigi Pravo in nadzor v dobi velikega podatkovja (2018, str. 121): »Nobena 
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DSO Dom starejših občanov 
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PRILOGA 1:   SPLETNI VPRAŠALNIK ZA PREBIVALSTVO SLOVENIJE 
URL ankete: https://www.1ka.si/a/179922  
 Varstvo osebnih podatkov - prebivalstvo Slovenije 
Kratko ime ankete: Varstvo osebnih podatkov - prebivalstvo  
Dolgo ime ankete: Varstvo osebnih podatkov - prebivalstvo Slovenije  
Število vprašanj: 15  
Anketa je zaključena.  
Aktivna od: 03.08.2018 Aktivna do: 24.08.2018 
Avtor: derzek.franka  Spreminjal: is8482  
Dne: 28.07.2018 Dne: 08.08.2018 
Opis:   
 
Pozdravljeni, 
sem Franka Deržek, študentka Fakultete za upravo. Za diplomsko nalogo z naslovom Varstvo 
osebnih podatkov v Sloveniji ob uveljavitvi Splošne uredbe EU o varstvu podatkov  sem se pod 
mentorstvom doc. dr. Tine Sever odločila proučiti ozaveščenost prebivalstva Slovenije glede varstva 
osebnih podatkov. Zato sem sestavila vprašalnik stališč, vas pa vljudno prosim za sodelovanje v 
raziskavi, da izrazite svoje stališče. 
Udeležba v raziskavi ne prinaša nobenih tveganj, vaše sodelovanje v anonimni anketi pa je v celoti 
prostovoljno in ga lahko kadarkoli prekinete brez posledic. Vaši odgovori in spremljajoči 
demografski podatki bodo shranjeni pod raziskovalno šifro, javno bodo objavljeni in dostopni le 
skupinski rezultati, tako da vaša identiteta v nobenem primeru ne bo razkrita. V primeru morebitnih 
dodatnih vprašanj se lahko obrnete na moj e-mail naslov (franka.derzek@gmail.com).  
Sodelovanje v raziskavi ne prinaša posebnih koristi, z izjemo znanja in izkušenj, ki jih boste pridobili 
v okviru sodelovanja. Z reševanjem tega vprašalnika potrjujete, da ste zgornjo izjavo prebrali in 
dobili priložnost za postavitev vprašanj v zvezi z raziskavo. S tem tudi potrjujete svojo privolitev za 
udeležbo v opisani raziskavi v okviru diplomske naloge ter dovolite uporabo rezultatov v pedagoške 






ZVOP (Zakon o varstvu osebnih podatkov) je zakon, s katerim se določajo pravice, obveznosti, načela in 
ukrepi, s katerimi se preprečujejo neustavni, nezakoniti in neupravičeni posegi v zasebnost in dostojanstvo 
posameznika oziroma posameznice pri obdelavi osebnih podatkov. 
Evropa:  
GDPR (Splošna uredba o varstvu podatkov) ima namen prispevati k dokončnemu oblikovanju območja 
svobode, varnosti in pravice ter ekonomske unije, gospodarskemu in socialnemu napredku, krepitvi in 
uskladitvi gospodarstev na notranjem trgu ter blaginji posameznikov.   
Definicija osebnega podatka:  
Osebni podatek je katerikoli podatek, ki se nanaša na posameznika, ne glede na obliko, v kateri je izražen 
(ZVOP-1, 6. člen). 
Osebna privolitev posameznika:  
Osebna privolitev posameznika je prostovoljna izjava volje posameznika, da se lahko njegovi osebni 
podatki obdelujejo za določen namen, in je dana na podlagi informacij, ki mu jih mora zagotoviti 
upravljavec po tem zakonu; osebna privolitev posameznika je lahko pisna, ustna ali druga ustrezna 
privolitev posameznika (ZVOP-1, 6. člen).  
_________________________________________________________________________ 
 
XSPOL - Spol:  
 Moški  
 Ženski  
 
XSTAR2a4 - V katero starostno skupino spadate?  
 do 20 let  
 21 - 40 let  
 41 - 60 let  
 61 let ali več   
 
Q2 - Zaposlitveni status: 
 Zaposlen  
 Brezposeln  
 Dijak ali študent  
 Upokojenec  
60 
 
 Drugo  
 















Splošna uredba o varstvu podatkov 
(GDPR)      
Zakon o varstvu osebnih podatkov 
(ZVOP-1)      
Predlog zakona o varstvu osebnih 
podatkov (ZVOP-2)      
 
Q4 - Ali ste že pred letošnjim majem vedeli, da nastopi veljavnost evropske Splošne uredbe o varstvu 
podatkov (GDPR) 25. 5. 2018? 
 Da  
 Ne  
 
Q5 - Ali ste v preteklosti že podpisali katero koli izjavo ali soglasje na temo varstva osebnih podatkov?  
 Da  
 Ne  
 
IF (1) Q5 = [1] ( Da )    
Q6 - Označite, na kakšen način ste prejeli izjavo:  
Možnih je več odgovorov  
 Elektronsko  
 Natisnjeno na papirju  
 Ustno  
 Drugo:  
 
Q7 - Ali ste se že udeležili katerega koli izobraževanja na temo varstva osebnih podatkov?  
 Da  




IF (3) Q7 = [1] ( Da )    
Q8 - Označite, na kakšen način ste izvedeli za izobraževanje: 
 Udeležbo mi je ponudil delodajalec.  
 Udeležbo mi je ponudila fakulteta.  
 Izobraževanja sem se udeležil brez posredovanja informacij drugih.   
 Drugo:  
 
IF (4) Q7 = [2] ( Ne )    
Q9 - Ali bi se bili v prihodnje pripravljeni udeležiti izobraževanja na temo varstva osebnih 
podatkov?  
 Da  
 Ne  
 
Q10 - Z ''Ne'' ali ''Da'' označite, ali gre po vašem mnenju v navedem primeru za osebni podatek ali ne. Pri 
odločitvi naj vam pomaga namig, ali lahko iz primera prepoznate posameznika:  
 Ne Da 
Ime in priimek zaposlenega v določenem podjetju.   
Naslov posameznika.   
Telefonska številka posameznika.   
Znamka osebnega telefona posameznika.   
Barva oči posameznika.   
Znamka osebnega avtomobila.   
Registrska tablica avtomobila posameznika.   
EMŠO zaposlenega v določenem podjetju.   
Elektronski naslov posameznika.   
Fotografija posameznika, ki se je udeležil večjega dogodka z organiziranim 
snemanjem.   
DNK posameznika.   
Objava lastne fotografije na družbenih omrežjih.   
EMŠO brezposelnega posameznika.   
Datum rojstva posameznika.   
Kraj rojstva posameznika.   
Prstni odtis posameznika.   




Q11 - Ali imate po vašem mnenju vsak dan stik z osebnimi podatki drugih ljudi?  
 Da  
 Ne  
 
Q12 - Ali menite, da bi morala država posvetiti več časa informiranju prebivalstva glede zakonodaje in 
samega varstva osebnih podatkov?  
 Da  
 Ne  
 







PRILOGA 2:   SPLETNI VPRAŠALNIK ZA ZAPOSLENE V ZAVODIH 
URL ankete: https://www.1ka.si/a/180396  
Varstvo osebnih podatkov - zaposleni v domovih za starejše občane 
Kratko ime ankete: Varstvo osebnih podatkov - zaposleni  
Dolgo ime ankete: Varstvo osebnih podatkov - zaposleni v domovih za 
starejše občane 
 
Število vprašanj: 15  
Anketa je zaključena.  
Aktivna od: 27.08.2018 Aktivna do: 31.10.2018 
Avtor: derzek.franka  Spreminjal: is8482  
Dne: 07.08.2018 Dne: 13.10.2018 
Opis:   
 
Pozdravljeni, 
sem Franka Deržek, študentka Fakultete za upravo. Za diplomsko nalogo z naslovom Varstvo 
osebnih podatkov v Sloveniji ob uveljavitvi Splošne uredbe EU o varstvu podatkov  sem se pod 
mentorstvom doc. dr. Tine Sever odločila proučiti ozaveščenost zaposlenih v javnih zavodih 
Slovenije glede varstva osebnih podatkov. Zato sem sestavila vprašalnik stališč, vas pa vljudno 
prosim za sodelovanje v raziskavi, da izrazite svoje stališče. 
Udeležba v raziskavi ne prinaša nobenih tveganj, vaše sodelovanje v anonimni anketi pa je v celoti 
prostovoljno in ga lahko kadarkoli prekinete brez posledic. Vaši odgovori in spremljajoči 
demografski podatki bodo shranjeni pod raziskovalno šifro, javno bodo objavljeni in dostopni le 
skupinski rezultati, tako da vaša identiteta v nobenem primeru ne bo razkrita. V primeru morebitnih 
dodatnih vprašanj se lahko obrnete na moj e-mail naslov (franka.derzek@gmail.com).  
Sodelovanje v raziskavi ne prinaša posebnih koristi, z izjemo znanja in izkušenj, ki jih boste pridobili 
v okviru sodelovanja. Z reševanjem tega vprašalnika potrjujete, da ste zgornjo izjavo prebrali in 
dobili priložnost za postavitev vprašanj v zvezi z raziskavo. S tem tudi potrjujete svojo privolitev za 
udeležbo v opisani raziskavi v okviru diplomske naloge ter dovolite uporabo rezultatov v pedagoške 




ZVOP (Zakon o varstvu osebnih podatkov) je zakon, s katerim se določajo pravice, obveznosti, načela in 
ukrepi, s katerimi se preprečujejo neustavni, nezakoniti in neupravičeni posegi v zasebnost in dostojanstvo 
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posameznika oziroma posameznice pri obdelavi osebnih podatkov. 
Evropa:  
GDPR (Splošna uredba o varstvu podatkov) ima namen prispevati k dokončnemu oblikovanju območja 
svobode, varnosti in pravice ter ekonomske unije, gospodarskemu in socialnemu napredku, krepitvi in 
uskladitvi gospodarstev na notranjem trgu ter blaginji posameznikov. 
Definicija osebnega podatka:  
Osebni podatek je katerikoli podatek, ki se nanaša na posameznika, ne glede na obliko, v kateri je izražen 
(ZVOP-1, 6. člen). 
Osebna privolitev posameznika:  
Osebna privolitev posameznika je prostovoljna izjava volje posameznika, da se lahko njegovi osebni 
podatki obdelujejo za določen namen, in je dana na podlagi informacij, ki mu jih mora zagotoviti 
upravljavec po tem zakonu; osebna privolitev posameznika je lahko pisna, ustna ali druga ustrezna 
privolitev posameznika (ZVOP-1, 6. člen).  
_________________________________________________________________________ 
 
XSPOL - Spol:  
 Moški  
 Ženski  
 
XSTAR2a4 - V katero starostno skupino spadate?  
 do 20 let  
 21 - 40 let  
 41 - 60 let  
 61 let ali več   
 
XIZ1a2 - Katera je vaša najvišja dosežena formalna izobrazba?   
 Nedokončana osnovna šola  
 Osnovna šola  
 Nižje poklicno izobraževanje (2 leti)  
 Srednje poklicno izobraževanje (3 leta)  
 Gimnazijsko oziroma drugo strokovno izobraževanje  
 Visokošolski strokovni in univerzitetni program  
 Magisterij stroke  




Q2 - Prosim, označite, na katerem področju opravljate svoje delo v podjetju.  
 Uprava  
 Zdravstvena nega in oskrba  
 Tehnična služba  
 Služba prehrane  
 Drugo  
 















Splošna uredba o varstvu podatkov 
(GDPR)      
Zakon o varstvu osebnih podatkov 
(ZVOP-1)      
Predlog zakona o varstvu osebnih 
podatkov (ZVOP-2)      
 
Q4 - Ali imate pri opravljanju svojega poklica stik z osebnimi podatki drugih ljudi?? 
 Da  
 Ne  
 
Q5 - Ali ste se v času zaposlitve udeležili izobraževanja na temo varstva osebnih podatkov?  
 Da  
 Ne  
 
IF (1) Q5 = [1] ( Da )    
Q6 - Ali menite, da ste na izobraževanju prejeli pomembne in koristne informacije s strani 
izvajalcev izobraževanja?  
 Da  
 Ne  
IF (1) Q5 = [2] ( Ne )    




 Da  
 Ne  
 
IF (2) Q5 = [2] ( Ne )     
Q8_2 - Ali ste v preteklosti že podpisali katero koli izjavo ali soglasje na temo varstva osebnih 
podatkov v podjetju, v katerem ste zaposleni? 
 Da  
 Ne  
 
IF (2) Q5 = [2] ( Ne )    
IF (3) Q8_2 = [1] ( Ne )    
Q8 - Ali vam je bila vsebina izjave popolnoma razumljiva?  
 Da  
 Ne  
 
Q9 - Z ''Ne'' ali ''Da'' označite, ali gre po vašem mnenju v navedem primeru za osebni podatek ali ne:  
 Ne Da 
Pri svojem delu moramo paziti  samo na varstvo osebnih podatkov zaposlenih.   
Posameznik, o katerem hranimo osebne podatke, ima pravico vpogleda v zbirko, v 
kateri se hranijo njegovi osebni podatki, le v primeru, ko vloži pisno prošnjo.   
Svojec oskrbovanca ima vpogled v informacije o oskrbovančevi diagnozi, četudi ni 
pisno pooblaščen.   
Naslov prebivališča posameznika je osebni podatek.   
Višina zneska, ki ga svojci oskrbovanca plačujejo za nego in oskrbo, ni osebni 
podatek oskrbovanca.   
Zdravstvena diagnoza oskrbovanca je osebni podatek zgolj tedaj, ko vsebuje 
njegovo ime in priimek.   
Telefonska številka posameznika ni osebni podatek.   
V primeru, da je posameznik v smrtni nevarnosti, smemo njegove osebne podatke 
uporabiti, ne glede na to, da za obdelavo teh podatkov ni druge pravne podlage 
kot ZVOP-1.  
  
Fotografije zaposlenih in oskrbovancev lahko objavimo na družbenih omrežjih, kot 
sta Facebook ali Instagram, brez pisnega soglasja, saj so del organizacije.   
Pri pridobivanju informacij od novega oskrbovanca ga lahko vprašamo, kateri 




Q10 - Ali menite, da bi moral vaš delodajalec posvetiti več časa informiranju zaposlenih glede zakonodaje 
in samega varstva osebnih podatkov?  
 Da  
 Ne  
 








PRILOGA 3:   STATISTIČNE ANALIZE 
Rezultati spletnega vprašalnika za prebivalstvo Slovenije 
Preglednica 1:  Spletni vprašalnik za prebivalstvo Slovenije – spol  
XSPOL Spol: 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Moški) 96 33 % 33 % 33 % 
  2 (Ženski) 199 67 % 67 % 100 % 
Veljavni Skupaj 295 100 % 100 %   
 
Preglednica 2:  Spletni vprašalnik za prebivalstvo Slovenije – starost 
XSTAR2a4 V katero starostno skupino spadate? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (do 20 let) 23 8 % 8 % 8 % 
  2 (21 - 40 let) 174 59 % 59 % 67 % 
  3 (41 - 60 let) 77 26 % 26 % 93 % 
  4 (61 let ali več ) 21 7 % 7 % 100 % 
Veljavni Skupaj 295 100 % 100 %   
 
Preglednica 3:  Spletni vprašalnik za prebivalstvo Slovenije – zaposlitveni status 
Q2 Zaposlitveni status:  
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Zaposlen) 163 55 % 55 % 55 % 
  2 (Brezposeln) 12 4 % 4 % 59 % 
  3 (Dijak ali študent) 101 34 % 34 % 94 % 
  4 (Upokojenec) 15 5 % 5 % 99 % 
  5 (Drugo) 4 1 % 1 % 100 % 
Veljavni Skupaj 295 100 % 100 %   
 
Preglednica 4:  Spletni vprašalnik za prebivalstvo Slovenije – seznanjenost z vsebino  
Q3 Označite, koliko ste po vašem mnenju seznanjeni z vsebino:  
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q3a Splošna uredba o varstvu podatkov (GDPR) 
  1 (Sploh nisem seznanjen) 25 8 % 9 % 9 % 
  2 (Večinoma nisem seznanjen) 54 18 % 20 % 29 % 
  3 (Delno sem seznanjen) 116 39 % 42 % 71 % 
  4 (Večinoma sem seznanjen) 64 22 % 23 % 94 % 
  5 (Povsem sem seznanjen) 16 5 % 6 % 100 % 
Veljavni Skupaj 275 93 % 100 %   
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Q3 Označite, koliko ste po vašem mnenju seznanjeni z vsebino:  
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q3b Zakon o varstvu osebnih podatkov (ZVOP-1) 
  1 (Sploh nisem seznanjen) 29 10 % 11 % 11 % 
  2 (Večinoma nisem seznanjen) 54 18 % 21 % 32 % 
  3 (Delno sem seznanjen) 90 31 % 35 % 67 % 
  4 (Večinoma sem seznanjen) 69 23 % 27 % 93 % 
  5 (Povsem sem seznanjen) 17 6 % 7 % 100 % 
Veljavni Skupaj 259 88 % 100 %   
Q3c Predlog zakona o varstvu osebnih podatkov (ZVOP-2) 
  1 (Sploh nisem seznanjen) 62 21 % 24 % 24 % 
  2 (Večinoma nisem seznanjen) 67 23 % 26 % 51 % 
  3 (Delno sem seznanjen) 75 25 % 30 % 80 % 
  4 (Večinoma sem seznanjen) 42 14 % 17 % 97 % 
  5 (Povsem sem seznanjen) 8 3 % 3 % 100 % 
Veljavni Skupaj 254 86 % 100 %   
 
Preglednica 5:  Spletni vprašalnik za prebivalstvo Slovenije – seznanjenost z datum veljavnosti 
GDPR 
Q4 
Ali ste že pred letošnjim majem vedeli, da nastopi veljavnost evropske Splošne uredbe o 
varstvu podatkov (GDPR) 25. 5. 2018?  
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 153 52 % 56 % 56 % 
  2 (Ne) 122 41 % 44 % 100 % 
Veljavni Skupaj 275 93 % 100 %   
 
Preglednica 6:  Spletni vprašalnik za prebivalstvo Slovenije – soglasje o varstvu osebnih 
podatkov 
Q5 
Ali ste v preteklosti že podpisali katero koli izjavo ali soglasje na temo varstva osebnih 
podatkov? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 217 74 % 80 % 80 % 
  2 (Ne) 54 18 % 20 % 100 % 
Veljavni Skupaj 271 92 % 100 %   
 
Preglednica 7:  Spletni vprašalnik za prebivalstvo Slovenije – način prejema izjave 
Q6 Označite, na kakšen način ste prejeli izjavo: 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q6a Elektronsko 
  0 (ni izbrano) 80 27 % 37 % 37 % 
  1 (je izbrano) 137 46 % 63 % 100 % 
Veljavni Skupaj 217 74 % 100 %   
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Q6 Označite, na kakšen način ste prejeli izjavo: 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q6b Natisnjeno na papirju 
  0 (ni izbrano) 61 21 % 28 % 28 % 
  1 (je izbrano) 156 53 % 72 % 100 % 
Veljavni Skupaj 217 74 % 100 %   
Q6c Ustno 
  0 (ni izbrano) 201 68 % 93 % 93 % 
  1 (je izbrano) 16 5 % 7 % 100 % 
Veljavni Skupaj 217 74 % 100 %   
Q6d Drugo: 
  0 (ni izbrano) 215 73 % 99 % 99 % 
  1 (je izbrano) 2 1 % 1 % 100 % 
Veljavni Skupaj 217 74 % 100 %   
Q6d_text Q6 (Drugo: ) 
  po telefonu, v sms-u 1 0 % 50 % 50 % 
  po telefonu 1 0 % 50 % 100 % 
Veljavni Skupaj 2 1 % 100 %   
 
Preglednica 8:  Spletni vprašalnik za prebivalstvo Slovenije – dosedanje izobraževanje na temo 
varstva osebnih podatkov 
Q7 Ali ste se že udeležili katerega koli izobraževanja na temo varstva osebnih podatkov? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 56 19 % 21 % 21 % 
  2 (Ne) 215 73 % 79 % 100 % 
Veljavni Skupaj 271 92 % 100 %   
 
Preglednica 9:  Spletni vprašalnik za prebivalstvo Slovenije – seznanjenost z izobraževanjem 
Q8 Označite, na kakšen način ste izvedeli za izobraževanje:  
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Udeležbo mi je ponudil delodajalec.) 43 15 % 77 % 77 % 
  2 (Udeležbo mi je ponudila fakulteta.) 9 3 % 16 % 93 % 
  
3 (Izobraževanja sem se udeležil brez 
posredovanja informacij drugih. ) 
3 1 % 5 % 98 % 
  4 (Drugo:) 1 0 % 2 % 100 % 
Veljavni Skupaj 56 19 % 100 %   
Q8_4_text Q8 (Drugo: ) 




Preglednica 10: Spletni vprašalnik za prebivalstvo Slovenije – pripravljenost za izobraževanje v 
prihodnosti 
Q9 
Ali bi se bili v prihodnje pripravljeni udeležiti izobraževanja na temo varstva osebnih 
podatkov? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 107 36 % 50 % 50 % 
  2 (Ne) 107 36 % 50 % 100 % 
Veljavni Skupaj 214 73 % 100 %   
 
Preglednica 11: Spletni vprašalnik za prebivalstvo Slovenije – primeri osebnih in neosebnih 
podatkov 
Q10 
Z ''Ne'' ali ''Da'' označite, ali gre po vašem mnenju v navedem primeru za osebni podatek ali 
ne. Pri odločitvi naj vam pomaga namig, ali lahko iz primera prepoznate posameznika: 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q10a Ime in priimek zaposlenega v določenem podjetju. 
  1 (Ne) 52 18 % 21 % 21 % 
  2 (Da) 201 68 % 79 % 100 % 
Veljavni Skupaj 253 86 % 100 %   
Q10b Naslov posameznika. 
  1 (Ne) 22 7 % 9 % 9 % 
  2 (Da) 221 75 % 91 % 100 % 
Veljavni Skupaj 243 82 % 100 %   
Q10c Telefonska številka posameznika. 
  1 (Ne) 21 7 % 9 % 9 % 
  2 (Da) 219 74 % 91 % 100 % 
Veljavni Skupaj 240 81 % 100 %   
Q10d Znamka osebnega telefona posameznika. 
  1 (Ne) 171 58 % 72 % 72 % 
  2 (Da) 66 22 % 28 % 100 % 
Veljavni Skupaj 237 80 % 100 %   
Q10e Barva oči posameznika. 
  1 (Ne) 140 47 % 59 % 59 % 
  2 (Da) 96 33 % 41 % 100 % 
Veljavni Skupaj 236 80 % 100 %   
Q10f Znamka osebnega avtomobila. 
  1 (Ne) 173 59 % 73 % 73 % 
  2 (Da) 65 22 % 27 % 100 % 
Veljavni Skupaj 238 81 % 100 %   
Q10g Registrska tablica avtomobila posameznika. 
  1 (Ne) 37 13 % 16 % 16 % 
  2 (Da) 201 68 % 84 % 100 % 
Veljavni Skupaj 238 81 % 100 %   
Q10h EMŠO zaposlenega v določenem podjetju. 
  1 (Ne) 11 4 % 5 % 5 % 
  2 (Da) 228 77 % 95 % 100 % 




Z ''Ne'' ali ''Da'' označite, ali gre po vašem mnenju v navedem primeru za osebni podatek ali 
ne. Pri odločitvi naj vam pomaga namig, ali lahko iz primera prepoznate posameznika: 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q10i Elektronski naslov posameznika. 
  1 (Ne) 38 13 % 16 % 16 % 
  2 (Da) 199 67 % 84 % 100 % 
Veljavni Skupaj 237 80 % 100 %   
Q10j Fotografija posameznika, ki se je udeležil večjega dogodka z organiziranim snemanjem. 
  1 (Ne) 102 35 % 43 % 43 % 
  2 (Da) 134 45 % 57 % 100 % 
Veljavni Skupaj 236 80 % 100 %   
Q10k DNK posameznika. 
  1 (Ne) 23 8 % 10 % 10 % 
  2 (Da) 215 73 % 90 % 100 % 
Veljavni Skupaj 238 81 % 100 %   
Q10l Objava lastne fotografije na družbenih omrežjih. 
  1 (Ne) 89 30 % 38 % 38 % 
  2 (Da) 147 50 % 62 % 100 % 
Veljavni Skupaj 236 80 % 100 %   
Q10m EMŠO brezposelnega posameznika. 
  1 (Ne) 14 5 % 6 % 6 % 
  2 (Da) 220 75 % 94 % 100 % 
Veljavni Skupaj 234 79 % 100 %   
Q10n Datum rojstva posameznika. 
  1 (Ne) 26 9 % 11 % 11 % 
  2 (Da) 211 72 % 89 % 100 % 
Veljavni Skupaj 237 80 % 100 %   
Q10o Kraj rojstva posameznika. 
  1 (Ne) 71 24 % 30 % 30 % 
  2 (Da) 166 56 % 70 % 100 % 
Veljavni Skupaj 237 80 % 100 %   
Q10p Prstni odtis posameznika. 
  1 (Ne) 17 6 % 7 % 7 % 
  2 (Da) 220 75 % 93 % 100 % 
Veljavni Skupaj 237 80 % 100 %   
Q10q Vzdevek (nadimek), s katerim pokličete prijatelja. 
  1 (Ne) 151 51 % 64 % 64 % 
  2 (Da) 86 29 % 36 % 100 % 
Veljavni Skupaj 237 80 % 100 %   
 
Preglednica 12: Spletni vprašalnik za prebivalstvo Slovenije – stik z osebnimi podatki 
Q11 Ali imate po vašem mnenju vsak dan stik z osebnimi podatki drugih ljudi? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 216 73 % 85 % 85 % 
  2 (Ne) 37 13 % 15 % 100 % 




Preglednica 13: Spletni vprašalnik za prebivalstvo Slovenije – informiranje prebivalstva 
Q12 
Ali menite, da bi morala država posvetiti več časa informiranju prebivalstva glede zakonodaje 
in samega varstva osebnih podatkov? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 202 68 % 80 % 80 % 
  2 (Ne) 50 17 % 20 % 100 % 
Veljavni Skupaj 252 85 % 100 %   
 
Preglednica 14: Spletni vprašalnik za prebivalstvo Slovenije – komentarji anketiranih 
Q13 
Imate morda še kakšen komentar oziroma sporočilo za avtorico vprašalnika? (Vprašanje lahko 
tudi preskočite.) 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  
Na državnih in paradržavnih spletnih straneh je 
ogromno informacij o osebnih podatkih in 
varovanih podatkih, samo malo je treba 
"pogooglati". 
1 0 % 5 % 5 % 
  Ne 1 0 % 5 % 10 % 
  
Menim, da je v določenih zadevah zakon preveč 
neživljenjski glede tega, kaj je osebni podatek in kaj 
ne. Vendar žal v današnji družbi vsi iščejo, kako priti 
do posameznika (ali potrošnika), da bomo nazadnje 
že skoraj vse imeli za osebne podatke in jih bo 
moral zakon varovati. 
1 0 % 5 % 15 % 
  
Pedagoški delavci naj v osebne mape in listovnike 
ne zbirajo fotografije otrok, učencev. 
1 0 % 5 % 20 % 
  / 1 0 % 5 % 25 % 
  
Osebni podatki se morajo predložiti prevečkrat po 
nepotrebnem oz. samo v ekonomsko, 
demografsko... Korist, podjetjem, institucijam, tudi 
zdravnikom izdajamo njim koristne podatke ... 
1 0 % 5 % 30 % 
  Srečno. 2 1 % 10 % 40 % 
  Zelo solidno narejen vprašalnik. 1 0 % 5 % 45 % 
  Stanje na bančnem računu,osebni podatek? 1 0 % 5 % 50 % 
  Vprašalnik je super. 1 0 % 5 % 55 % 
  Carica si. 1 0 % 5 % 60 % 
  
Državi ni v interesu, da bi informirala prebivalstvo 
glede varstva osebnih podatkov, ker so politikanti, 
ki to državo vodijo, poniglavi hlapci podivjanega 
korporativnega kapitala in njemu podrejenih služb, 
ki hočejo imeti 100  % nadzor nad ljudmi, zato da jih 
lahko obvladujejo. 
1 0 % 5 % 65 % 
  
Previsoko varstvo osebnih podatkov otežuje delo v 
službi. 
1 0 % 5 % 70 % 
  Zakoni bi morali konkretno definirati postopke. 1 0 % 5 % 75 % 
  Odlična anketa. 1 0 % 5 % 80 % 
  
Odlična anketa, prebivalci se še premalo zavedamo 
o pomembnosti varovanja osebnih podatkov. :) 
1 0 % 5 % 85 % 
  
Z gospodarskega vidika GDPR prinaša več škode kot 
koristi za podjetja, saj predstavlja dodatno delo in 
hudo omejitev iz vidika informiranja, marketinga ter 
promocije podjetja. enako bo tudi z ZVOP II, ki bo v 




Imate morda še kakšen komentar oziroma sporočilo za avtorico vprašalnika? (Vprašanje lahko 
tudi preskočite.) 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
skladu z GDPR – gre za nefunkcionalne rigidne 
zakone, ki niso v skladu z dejanskim stanjem na trgu 
Evrope. Posledično podjetja iščejo ponudnike 
shranjevanja in obdelave podatke na trgu izven EU 
in Slovenije – tako da je to en velik masten pljunek v 
lastno skledo. 
  Ne. 1 0 % 5 % 95 % 
  Kaj pa telefonski imenik? 1 0 % 5 % 100 % 
Veljavni Skupaj 20 7 % 100 %   
 
Preglednica 15: Križna tabela – spol in starost anketiranih prebivalcev Slovenije 
Spol: (XSPOL) V katero starostno skupino spadate? (XSTAR2a4)  
  do 20 let 21 - 40 let 41 - 60 let 61 let ali več  Skupaj 
Moški 7 56 26 7 96 
Ženski 16 118 51 14 199 
Skupaj 23 174 77 21 295 
 
 
Rezultati spletnega vprašalnika za zaposlene v javnih zavodih Slovenije 
Preglednica 16: Spletni vprašalnik za zaposlene v DSO – spol 
XSPOL Spol: 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Moški) 13 11 % 11 % 11 % 
  2 (Ženski) 105 89 % 89 % 100 % 
Veljavni Skupaj 118 100 % 100 %   
 
Preglednica 17: Spletni vprašalnik za zaposlene v DSO – starost 
XSTAR2a4 V katero starostno skupino spadate? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (do 20 let) 4 3 % 3 % 3 % 
  2 (21 - 40 let) 46 39 % 39 % 42 % 
  3 (41 - 60 let) 66 56 % 56 % 98 % 
  4 (61 let ali več ) 2 2 % 2 % 100 % 




Preglednica 18: Spletni vprašalnik za zaposlene v DSO – dosežena izobrazba 
XIZ1a2 Katera je vaša najvišja dosežena formalna izobrazba? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Nedokončana osnovna šola) 0 0 % 0 % 0 % 
  2 (Osnovna šola) 7 6 % 6 % 6 % 
 3 (Nižje poklicno izobraževanje (2 leti)) 3 3 % 3 % 8 % 
 
4 (Srednje poklicno izobraževanje  
(3 leta)) 
39 33 % 33 % 42 % 
 
5 (Gimnazijsko oziroma drugo 
strokovno izobraževanje) 
36 31 % 31 % 72 % 
 
6 (Visokošolski strokovni in univerzitetni 
program) 
31 26 % 26 % 98 % 
  7 (Magisterij stroke) 2 2 % 2 % 100 % 
  8 (Doktorat znanosti) 0 0 % 0 % 100 % 
Veljavni Skupaj 118 100  % 100  %   
 
Preglednica 19: Spletni vprašalnik za zaposlene v DSO – področje dela v DSO 
Q2 Prosim, označite, na katerem področju opravljate svoje delo v podjetju. 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Uprava) 24 20 % 21 % 21 % 
  2 (Zdravstvena nega in oskrba) 62 53 % 53 % 74 % 
  3 (Tehnična služba) 10 8 % 9 % 82 % 
  4 (Služba prehrane) 13 11 % 11 % 93 % 
  5 (Drugo) 8 7 % 7 % 100 % 
Veljavni Skupaj 117 99 % 100 %   
 
Preglednica 20: Spletni vprašalnik za zaposlene v DSO – seznanjenost z vsebino 
Q3 Označite, koliko ste po vašem mnenju seznanjeni z vsebino:  
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q3a Splošna uredba o varstvu podatkov (GDPR)  
  1 (Sploh nisem seznanjen) 6 5 % 5 % 5 % 
  2 (Večinoma nisem seznanjen) 11 9 % 9 % 15 % 
  3 (Delno sem seznanjen) 39 33 % 33 % 48 % 
  4 (Večinoma sem seznanjen) 44 37 % 38 % 85 % 
  5 (Povsem sem seznanjen) 17 14 % 15 % 100 % 
Veljavni Skupaj 117 99 % 100 %   
Q3b Zakon o varstvu osebnih podatkov (ZVOP-1)  
  1 (Sploh nisem seznanjen) 4 3 % 4 % 4 % 
  2 (Večinoma nisem seznanjen) 11 9 % 10 % 14 % 
  3 (Delno sem seznanjen) 38 32 % 34 % 48 % 
  4 (Večinoma sem seznanjen) 42 36 % 38 % 86 % 
  5 (Povsem sem seznanjen) 16 14 % 14 % 100 % 
Veljavni Skupaj 111 94 % 100 %   
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Q3 Označite, koliko ste po vašem mnenju seznanjeni z vsebino:  
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q3c Predlog zakona o varstvu osebnih podatkov (ZVOP-2) 
  1 (Sploh nisem seznanjen) 9 8 % 8 % 8 % 
  2 (Večinoma nisem seznanjen) 9 8 % 8 % 16 % 
  3 (Delno sem seznanjen) 40 34 % 36 % 53 % 
  4 (Večinoma sem seznanjen) 39 33 % 35 % 88 % 
  5 (Povsem sem seznanjen) 13 11 % 12 % 100 % 
Veljavni Skupaj 110 93 % 100 %   
 
Preglednica 21: Spletni vprašalnik za zaposlene v DSO – stik z osebnimi podatki drugih ljudi 
Q4 Ali imate pri opravljanju svojega poklica stik z osebnimi podatki drugih ljudi?  
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 87 74 % 74 % 74 % 
  2 (Ne) 30 25 % 26 % 100 % 
Veljavni Skupaj 117 99 % 100 %   
 
Preglednica 22: Spletni vprašalnik za zaposlene v DSO – dosedanje izobraževanje na temo 
varstva osebnih podatkov 
Q5 Ali ste se v času zaposlitve udeležili izobraževanja na temo varstva osebnih podatkov?  
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 41 35 % 35 % 35 % 
  2 (Ne) 76 64 % 65 % 100 % 
Veljavni Skupaj 117 99 % 100 %   
 
Preglednica 23: Spletni vprašalnik za zaposlene v DSO – koristne informacije izobraževanja 
Q6 
Ali menite, da ste na izobraževanju prejeli pomembne in koristne informacije s strani 
izvajalcev izobraževanja? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 36 31 % 88 % 88 % 
  2 (Ne) 5 4 % 12 % 100 % 
Veljavni Skupaj 41 35 % 100 %   
 
Preglednica 24: Spletni vprašalnik za zaposlene v DSO – pripravljenost za izobraževanje v 
prihodnosti 
Q7 
Ali bi se bili v prihodnje pripravljeni udeležiti izobraževanja na temo varstva osebnih 
podatkov? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 49 42 % 65 % 65 % 
  2 (Ne) 26 22 % 35 % 100 % 




Preglednica 25: Spletni vprašalnik za zaposlene v DSO – soglasje o varstvu osebnih podatkov 
Q8_2 
Ali ste v preteklosti že podpisali katero koli izjavo ali soglasje na temo varstva osebnih 
podatkov v podjetju, v katerem ste zaposleni? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 43 36 % 57 % 57 % 
  2 (Ne) 32 27 % 43 % 100 % 
Veljavni Skupaj 75 64 % 100 %   
 
Preglednica 26: Spletni vprašalnik za zaposlene v DSO – razumljivost soglasja o varstvu osebnih 
podatkov 
Q8 Ali vam je bila vsebina izjave popolnoma razumljiva? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 35 30 % 81 % 81 % 
  2 (Ne) 8 7 % 19 % 100 % 
Veljavni Skupaj 43 36 % 100 %   
 
Preglednica 27: Spletni vprašalnik za zaposlene v DSO – primeri osebnih in neosebnih podatkov 
Q9 Z ''Ne'' ali ''Da'' označite, ali gre po vašem mnenju za pravilno trditev ali ne: 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q9a Pri svojem delu moramo paziti samo na varstvo osebnih podatkov zaposlenih. 
  1 (Ne) 59 50 % 53 % 53 % 
  2 (Da) 52 44 % 47 % 100 % 
Veljavni Skupaj 111 94 % 100 %   
Q9b 
Posameznik, o katerem hranimo osebne podatke, ima pravico vpogleda v zbirko, v kateri se 
hranijo njegovi osebni podatki, le v primeru, ko vloži pisno prošnjo. 
  1 (Ne) 63 53 % 57 % 57 % 
  2 (Da) 47 40 % 43 % 100 % 
Veljavni Skupaj 110 93 % 100 %   
Q9c 
Svojec oskrbovanca ima vpogled v informacije o oskrbovančevi diagnozi, četudi ni pisno 
pooblaščen. 
  1 (Ne) 86 73 % 79 % 79 % 
  2 (Da) 23 19 % 21 % 100 % 
Veljavni Skupaj 109 92 % 100 %   
Q9d Naslov prebivališča posameznika je osebni podatek. 
  1 (Ne) 21 18 % 19 % 19 % 
  2 (Da) 88 75 % 81 % 100 % 
Veljavni Skupaj 109 92 % 100 %   
Q9e 
Višina zneska, ki ga svojci oskrbovanca plačujejo za nego in oskrbo, ni osebni podatek 
oskrbovanca. 
  1 (Ne) 68 58 % 62 % 62 % 
  2 (Da) 41 35 % 38 % 100 % 
Veljavni Skupaj 109 92 % 100 %   
Q9f 
Zdravstvena diagnoza oskrbovanca je osebni podatek zgolj tedaj, ko vsebuje njegovo ime in 
priimek. 
  1 (Ne) 48 41 % 46 % 46 % 
  2 (Da) 57 48 % 54 % 100 % 
Veljavni Skupaj 105 89 % 100 %   
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Q9 Z ''Ne'' ali ''Da'' označite, ali gre po vašem mnenju za pravilno trditev ali ne: 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
Q9g Telefonska številka posameznika ni osebni podatek. 
  1 (Ne) 65 55 % 62 % 62 % 
  2 (Da) 40 34 % 38 % 100 % 
Veljavni Skupaj 105 89 % 100 %   
Q9h 
V primeru, da je posameznik v smrtni nevarnosti, smemo njegove osebne podatke uporabiti ne 
glede na to, da za obdelavo teh podatkov ni druge pravne podlage kot ZVOP-1. 
  1 (Ne) 45 38 % 42 % 42 % 
  2 (Da) 63 53 % 58 % 100 % 
Veljavni Skupaj 108 92 % 100 %   
Q9i 
Fotografije zaposlenih in oskrbovancev lahko objavimo na družbenih omrežjih, kot sta Facebook 
ali Instagram, brez pisnega soglasja, saj so del organizacije. 
  1 (Ne) 91 77 % 83 % 83 % 
  2 (Da) 18 15 % 17 % 100 % 
Veljavni Skupaj 109 92 % 100 %   
Q9j 
Pri pridobivanju informacij od novega oskrbovanca ga lahko vprašamo, kateri verski skupnosti 
pripada. 
  1 (Ne) 50 42 % 46 % 46 % 
  2 (Da) 58 49 % 54 % 100 % 
Veljavni Skupaj 108 92 % 100 %   
 
Preglednica 28: Spletni vprašalnik za zaposlene v DSO – informiranje delodajalca glede 
zakonodaje 
Q10 
Ali menite, da bi moral vaš delodajalec posvetiti več časa informiranju zaposlenih glede 
zakonodaje in samega varstva osebnih podatkov? 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  1 (Da) 73 62 % 66 % 66 % 
  2 (Ne) 38 32 % 34 % 100 % 
Veljavni Skupaj 111 94 % 100 %   
 
Preglednica 29: Spletni vprašalnik za zaposlene v DSO – komentarji anketiranih 
Q11 
Imate morda še kakšen komentar oziroma sporočilo za avtorico vprašalnika? (Vprašanje lahko 
tudi preskočite.) 
  Odgovori Frekvenca Odstotek Veljavni Kumulativa 
  
Menim, da bi morali sami bolj spremljati in se 
informirati glede zakona o varstvu podatkov. 
1 1 % 17 % 17 % 
  
Srčno želim, da z odliko opraviš diplomsko 
nalogo!!! 
1 1 % 17 % 33 % 
  
Mogoče je nekaj vprašanj dvoumnih in ne čisto 
določenih, kako pravilno odgovoriti. 
1 1 % 17 % 50 % 
  Ni predvidene višje strokovne izobrazbe. 1 1 % 17 % 67 % 
  
Zakon pisan na kožo odvetnikom in advokatom, 
da služijo na takih primerih med tem, ko se 
ljudje dobili še eno podlago za nepotrebne 
tožbe! 
1 1 % 17 % 83 % 
  
Seminar na temo varstvo osebnih podatkov bo 
za vse zaposlene izveden v mesecu oktobru 
1 1 % 17 % 100 % 




Preglednica 30: Križna tabela – spol in starost anketiranih v DSO 
Spol: (XSPOL) V katero starostno skupino spadate? (XSTAR2a4)  
  do 20 let 21 - 40 let 41 - 60 let 61 let ali več  Skupaj 
Moški 2 5 4 2 13 
Ženski 2 41 62 0 105 
Skupaj 4 46 66 2 118 
 
Preglednica 31: Imate morda še kakšen komentar oziroma sporočilo za avtorico vprašalnika? 
(n = 6) 
Odgovori Frekvenca 
Ni predvidene višje strokovne izobrazbe. 1 
Srčno želim, da z odliko opraviš diplomsko nalogo!!! 1 
Mogoče je nekaj vprašanj dvoumnih in ne čisto določenih, kako pravilno odgovoriti. 1 
Menim, da bi morali sami bolj spremljati in se informirati glede zakona o varstvu podatkov. 1 
Zakon pisan na kožo odvetnikom in advokatom, da služijo na takih primerih med tem, ko se 
ljudje dobili še eno podlago za nepotrebne tožbe! 
1 
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