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Anotace 
 
 Práce pojednává o  problematice mobility stanic v IP sítích, konkrétně o protokolu 
Mobile IP. Dále je v ní naznačena problematika sítí MANET, se zaměřením na technologii 
Motorola MESH a také návrh integrace protokolu Mobile IP v těchto sítích s využitím 
hardwarových prvků Tropos 5210 MetroMesh router a prvků Cisco (směrovač, přepínač). 
Dále je popsáno vytvoření a nakonfigurování bezdrátové MESH sítě, její propojení se 
zařízeními Cisco a implementování protokolu Mobile IP. V dalším pokračování práce 
pojednává o sestavení bezdrátové sítě za pomoci Cisco bezdrátových přístupových bodů a 
implementování protokolu Mobile IP do této sítě. V závěrečné části jsou popsány testy 




 This thesis discuss about the problem with mobility of stations in IP networks, 
concretely protocol Mobile IP and about the problems with this protocol in MANET 
networks, with the scope on Motorola MESH. First part is about design integration of 
protocol Mobile IP in this networks with usage Tropos 5210 MetroMesh routers and Cisco 
components (router, switch) to design and configure wireless MESH network, than connect 
this network with Cisco components and try to implement Mobile IP into this network. 
Second part is about design and configure wireless network from Cisco Wireless Access 
Points and about succesfully implementation of Mobile IP protocol into this network. In the 

















Protokol Mobile IP, Domovský agent, Cizí agent, Přenos adresy, Mobilní uzel, MESH síť,  
Cisco směrovač, Cisco přepínač, Cisco bezdrátový přístupový bod, Motorola MetroMESH 
směrovač Tropos 5210, Propustnost sítě, Jitter, Zpoždění, Ztrátovost paketů, Topologie Point-





Protocol Mobile IP, Homje agent, Foreignt agent, Care of address, Mobile node, MESH 
network, Cisco router, Cisco switch, Cisco Wireless access point, Motorola MetroMesh router 
Tropos 5210, Network throughtput, Jitter, Delay, Packet loss, Topology Point-to-Point, 
















RAŠKA, M. Mobile IP v sítích MANET. Brno: Vysoké učení technické v Brně, Fakulta 
elektrotechniky a komunikačních technologií, 2009. 46 s. Vedoucí diplomové práce Ing. 
Michal Skořepa. 





Prohlašuji, že svou diplomovou práci  na  téma  Mobile IP v sítích MANET jsem  
vypracoval samostatně pod vedením vedoucího semestrálního projektu a s použitím odborné 
literatury  a  dalších  informačních zdrojů, které jsou všechny citovány v práci a uvedeny v 
seznamu literatury na konci práce. Jako autor uvedeného semestrálního projektu dále 
prohlašuji, že v souvislosti s vytvořením tohoto projektu jsem neporušil autorská práva třetích 
osob, zejména jsem nezasáhl nedovoleným způsobem do cizích autorských práv osobnostních 
a jsem si plně vědom následků porušení ustanovení § 11 a následujících autorského zákona  č. 
121/2000 Sb., včetně  možných  trestněprávních důsledků vyplývajících z ustanovení § 152 




V Brně dne 20.5.2009                            ............................................  








Děkuji vedoucímu diplomové práce Ing. Michalu Skořepovi, za velmi užitečnou 








 - 5 -
Obsah 
1. - Úvod - Mobilní a bezdrátové technologie ........................................................................... 7 
2. - Sítě MESH ........................................................................................................................... 8 
2.1 - Bezdrátové sítě mesh ............................................................................................. 8 
2.2 - Bezdrátová topologie mesh .................................................................................... 9 
2.2.1 - Topologie point-to-point ....................................................................... 10 
2.2.2 - Topologie point-to-multipoint............................................................... 11 
2.2.3 - Multipoint topologie.............................................................................. 12 
2.2.4 - Metropolitní topologie MESH .............................................................. 13 
3. - Mobile IP .......................................................................................................................... 14 
3.1 - Principy technologie Mobile IP ........................................................................... 14 
3.2 - Technologie Mobile IP – Součásti ....................................................................... 14 
4. – Praktická část..................................................................................................................... 18 
 4.1 - Konfigurace Cisco prvků ..................................................................................... 18 
  4.1.1 - Konfigurace sítí a směrovacího protokolu............................................ 19 
4.1.2 - Konfigurace domovského agenta – HA ................................................ 19 
4.1.3 - Konfigurace cizího agenta – FA............................................................ 20 
4.1.4 - Výsledné konfigurace obou směrovačů ................................................ 21 
4.1.5 - Konfigurace mobilního uzlu – MN ....................................................... 22 
4.1.6 - Ověření funkčnosti ................................................................................ 25 
 4.2 - Konfigurace bezdrátové sítě z prvků Tropos 5210 .............................................. 27 
 4.2.1 - Fyzické rozmístění antén ...................................................................... 27 
 4.2.2 - Realizace topologie sítě z prvků Tropos 5210...................................... 28 
 4.2.3 - Ověření správné funkčnosti sítě a její propustnosti .............................. 31 
 4.2.4 - Implementace Mobile IP do sestavené bezdrátové sítě ........................ 33 
 4.3 – Konfigurace bezdrátové sítě za použití Cisco WAP ........................................... 33 
 4.3.1 - Konfigurace prvků Cisco WAP ............................................................ 34 
 4.3.2 - Fyzické sestavení sítě a ověření propustnosti ....................................... 35 
 4.3.3 - Implementace Mobile IP do sestavené bezdrátové sítě ........................ 36 
 4.3.4 - Monitorování sítě .................................................................................. 40 




 - 6 -
Seznam obrázků a grafů 
Obrázek 1 – Topologie Point-to-Point ...................................................................................................................10 
Obrázek 2 – Topologie Point-to-Multipoint...........................................................................................................11 
Obrázek 3 – Topologie Multipoint-to-Multipoint ..................................................................................................12 
Obrázek 4 – Metropolitní topologie MESH...........................................................................................................13 
Obrázek 5 – součásti jednoduchého nasazení protokolu Mobile IP.......................................................................15 
Obrázek 6 – přehled součástí protokolu mobile IP ................................................................................................15 
Obrázek 7 – Topologie sestavované sitě MESH....................................................................................................18 
Obrázek 8 – výpis running-config na směrovači s použitím jen FA ......................................................................21 
Obrázek 9 - výpis running-config na směrovači s použitím HA i FA....................................................................22 
Obrázek 10 – Nastavení CMC ...............................................................................................................................23 
Obrázek 11 – Nastavení rozhraní pro použití CMC...............................................................................................24 
Obrázek 12 – Nastavení položky Static IP v menu CMC ......................................................................................25 
Obrázek 13 – zaregistrovaný CMC k FA1.............................................................................................................26 
Obrázek 14 – zaregistrovaný CMC k FA2.............................................................................................................26 
Obrázek 15 – Fyzické rozmístění prvků Tropos 5210 ...........................................................................................27 
Obrázek 16 – webové rozhraní gatewaye položka Current Cell ............................................................................28 
Obrázek 17 – Nastavení Cell Identity konkrétního prvku......................................................................................29 
Obrázek 18 – Ping do sítě Mesh2 z notebooku připojeného do sítě Mesh.............................................................32 
Obrázek 19 – Ping do sítě Mesh z notebooku připojeného do sítě Mesh2.............................................................32 
Obrázek 20 – Topologie bezdrátové sítě za použití přístupových bodů Cisco WAP.............................................33 
Obrázek 21 - Nastavení rozhraní přístupového bodu AP_MIP_1..........................................................................34 
Obrázek 22 - Nastavení rozhraní přístupového bodu AP_MIP_2..........................................................................34 
Obrázek 23 – Ověření prostupnosti sítě pomocí příkazu ping z obou routerů .......................................................35 
Obrázek 24 – Zobrazení debug ip mobile při připojení MN přes FA1 (192.168.102.1) ........................................37 
Obrázek 25 – Zobrazení debug ip mobile při připojení MN přes FA2 (192.168.101.2) ........................................38 
Obrázek 26 – výpis příkazu show ip mobile host ...................................................................................................39 
Obrázek 27 – výpis příkazu show ip mobile visitor při připojení přes FA1 ...........................................................39  
Obrázek 28 – výpis příkazu show ip mobile visitor při připojení přes FA2 ...........................................................39 
Obrázek 29 – výpis příkazu show ip mobile binding při připojení přes FA1 .........................................................39 
Obrázek 30 – výpis příkazu show ip mobile binding při připojení přes FA2 .........................................................40 
Graf 1 – Propustnost měřené sítě ...........................................................................................................................41 
Graf 2 – RFC1899 Jitter měřené sítě......................................................................................................................41 
Graf 3 – Zpoždění měřené sítě ...............................................................................................................................42 
Graf 4 – Ztracené bity během přenosu v měřené síti..............................................................................................42 
Graf 5 – Propustnost měřené sítě ...........................................................................................................................43 
Graf 6 – RFC1899 Jitter měřené sítě......................................................................................................................43 
Graf 7 – Zpoždění měřené sítě ...............................................................................................................................44 
Graf 8 – Ztracené bity během přenosu v měřené síti..............................................................................................44 
 
 - 7 -
1. – Úvod 
 Po příchodu sítě internet se z počítačů, nástrojů na spracování dat, stala komunikační 
zařízení pracující v reálném čase. Nejoblíbenějšími aplikacemi se stávají e-mail, zasílání 
okamžitých zpráv a prohlížení webu. Mobilní využívání počítačů klade na vzájemné 
propojení ještě větší nároky. Uživatelé si rychle osvojují technologii WLAN – Wireless LAN, 
protože očekávají komunikaci v reálném čase, kdykoliv a kdekoliv zapnou svůj počítač. 
Z počítače samotného vývojem vzniká několik nových tříd zařízení, od zařízení Smartphone a 
osobních digitálních asistentů (PDA) až po vestavěné navigační systémy, a všechna tato 
zařízení se spoléhají na datovou komunikaci v reálném čase. Mobilní datová komunikace již 
nezahrnuje pouze čtení pošty a prohlížení webu. Mnohé aplikace jsou charakteristické pro 
jednotlivá odvětví. 
Mobilní technologie a bezdrátová technologie nejsou synonyma, přesto spolu úzce 
souvisejí a to zejména v případě počítačových zařízení. Bez použití bezdrátových technologií 
by mobilní komunikace byla obtížná. Bezdrátová technologie umožňuje počítačovým 
zařízením zachovat připojení i za pohybu, ovšem teprve nedávno dokázala tato technologie 
dorůst do potřeb masového trhu. Ceny poklesly, rychlost a spolehlivost vzrostly až do bodu, 
kdy bezdrátové technologie můžeme běžně vídat integrované přímo do počítačových zařízení 
a nikoli jen jako přídavné moduly od jiného výrobce. Technologie však stále podléhá jistým 
omezením, například je běžné, že se rychlost přenosu dat snižuje s rostoucí vzdáleností a 
plochou pokrytí. 
V oblasti bezdrátových sítí se pojem mesh používá v širším významu. Síť typu mesh 
neboli síť mesh („mešová síť„) je bezdrátová síť s topologií mesh, kde je zabezpečena 
automatická konfigurace struktury sítě, spolehlivé směrování mezi jednotlivými uzly a 
automatický přístup nových uzlů do sítě prostřednictvím dosavadních uzlů. V terminologii 
bezdrátových sítí by bylo možné říci, že jde o multi-hop ad hoc sítě s využitím topologie 
mesh. Hop označuje segment sítě, kde se všichni účastníci navzájem slyší bez potřeby 
směrování.[1]  K tomu lze využít protokol Mobile IP. 
Protokol Mobile IP lze popsat zjednodušeně takto: je to protokol dynamického 
směrování, jehož koncová zařízení signalizují vlastní aktualizace trasy směrování a jehož 
dynamické tunely odstraňují potřebu šíření trasy k hostiteli. Z toho vyplívá -> protokol 
Mobile IP umožňuje uživateli pohybovat se mezi různými podsítěmi protokolu IP a 
přístupovými spoji, přičemž je umožněno nepřetržitě komunikovat.[4] 
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2. - Sítě MESH 
2.1 - Bezdrátové sítě mesh  
Bezdrátové sítě založené na klasických architekturách mají komunikační páteř vytvořenou 
propojením několika přístupových bodů (access points). K nim se mohou připojovat další uzly 
sítě, tzv. klienty. Sítě mesh nemají žádnou komunikační páteř, představují totiž distribuovaný 
systém využívající topologii smyčky. Přístupové body jsou propojeny bezdrátově (nepotřebují 
jednotlivá připojení k pevné síti) a fungují jako směrovače (routery) paketů mezi koncovými 
stanicemi po nejlepší cestě sítí (multihop). Má-li být zaslána zpráva mezi dvěma zařízeními v 
síti, vytvoří se spojení mezi nimi prostřednictvím vybraných zařízení, která fungují jako uzly, 
z nichž se sestaví pomyslný komunikační most, který se po přenosu dat opět rozpojí. 
Pokud si to ukážeme na praktickém  příkladu, poslouží nám k tomu mobilní síť. V mobilní síti 
máte základnovou stanici BTS a k ní je připojený mobilní terminál. Každý mobil, který chce 
volat, musí být v dosahu BTS. V mesh síti si signál mezi sebou předávají jednotlivé mesh 
adaptéry, takže k tomu, abyste se připojil do internetu, stačí připojit se k mesh adapteru, jenž 
má připojení do internetu – a to klidně i přes jiné mesh adaptery – vůbec nemusíte být v 
oblasti pokryté tím připojeným adaptérem, stačí mít možnost přes ostatní mesh adaptéry k 
tomu cílovému adaptéru „dohopsat“.[1] 
U bezdrátových sítí se „mešování“ ujímá především u WiFi, kde také dává značný smysl. 
Mnoho zařízení připojených do WiFi sítě potřebuje relativně malou šířku pásma, ale 
nenachází se v dosahu sítě. Mešování signálu z jednoho zařízení na druhé až do internetu je 
tedy velmi zajímavá funkce. 
Sítě mesh tedy pracují na principu peer-to-peer (princip rovnocenných zařízení), tzn. že každé 
zařízení v síti může vystupovat jako přístupový bod i jako klientská stanice. Všechna zařízení 
tudíž disponují stejnou sadou služeb. Popsaná topologie přináší tyto výhody: 
• redundance spojení – výpadek (nebo zničení) jednoho prvku sítě mesh nutně nemusí 
znamenat zánik možnosti komunikace připojených uzlů, chybějící článek může být 
nahrazen jedním, popř. skupinou jiných prvků,  
• menší šířka pásma – spojení v síti mesh se ustanoví jen v případě potřeby a pouze na 
nezbytně nutnou dobu, což podstatně méně zatěžuje komunikační pásmo,  
• nízké náklady na výstavbu – není nutné instalovat žádnou pevnou páteřní síť,  
 - 9 -
• nízké náklady na údržbu – minimální požadavky na nastavování uzlů sítě, protože 
komunikace je především obsluhována transportním protokolem,  
• zvýšení dosahu sítě – zejména díky většímu počtu adaptérů využitelných ke 
komunikaci (všechny uzly sítě mohou být využívány kromě své základní funkce k 
přenosu dat z jiných zařízení).  
Hlavní nevýhodou architektury mesh oproti klasickým sítím může být menší transparentnost 
komunikace, protože spojení lze většinou uskutečnit více způsoby a směrování datového toku 
musí být složitě plánováno. Další nevýhodou mohou být větší požadavky síťových prvků na 
odběr energie; to může zejména u mobilních zařízení představovat problém. Jedním z jeho 
řešení je zavedení tzv. módu economy, ve kterém je předávání signálu vypnuto. 
Bezdrátové sítě typu mesh jsou jednou z cest, jak se vyrovnat s malou spolehlivostí 
bezdrátového přenosu informací v průmyslu. Řešením může být právě přístup peer-to-peer, na 
němž jsou založeny sítě s topologií mesh, které využívají redundanci spojení. Nevýhodou je 
složitější směrování přenášených dat v síti, přínosem však je nesrovnatelně větší variabilita a 
flexibilita celé sítě, protože nová zařízení nemusí být připojována k omezenému počtu 
současných přístupových bodů. 
 
2.2 - Bezdrátová topologie mesh 
Bezdrátová síť mesh je tvořena dvěma a více bezdrátovými přístupovými body, které spolu 
spolupracují a přitom si navzájem sdílejí směrovací protokoly, aby se mohli mezi sebou 
propojit a vytvořit cestu pro komunikaci mezi dvěma nebo více počítači. V okamžiku kdy je 
bezdrátová Mesh síť zformována, vytvoří jedinečný identifikátor pro přístup a signály mezi 
přístupovými body obsahují tento identifikátor, aby byly lehce rozeznatelné pro ostatní sítě. 
Spolupráce, organizace sítě a sdílení směrovacích protokolů se nazývá Mesh topologie. 
Nadefinovaná topologie Mesh v určité oblasti kde jsou rozmístěny přístupové body se nazývá 
oblastí Mesh (Mesh cloud [2]). Přístup do této oblasti závisí na síti vytvořené přístupovými 
body. 
Tři typy sítí Mesh 
- Pevná bezdrátová síť, která spojuje více oblastí za použitý Ad-hoc módu 
- Mobilní síť peer-to-peer, kde jsou si všechny uzly rovny 
- Infrastruktura Node-to-Node, která kombinuje pevnou bezdrátovou a mobilní síť a 
využívá nejlepších vlastností obou 
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Dále rozeznáváme čtyři hlavní typy topologií: 
- Point-to-point 




2.2.1 - Topologie point-to-point 
 
Síť point-to-point je nejjednodušší forma bezdrátové sítě, složená nejméně ze dvou rádiových 
antén a dvou antén s vysokým ziskem, které mezi sebou přímo komunikují. Point-to-point 
topologie je většinou používána pro zajištění vysoké účinnosti, například vyhrazeným 
spojením, nebo vysokorychlostním spojovacím linkám. Tato topologie je vystavěna velmi 
rychle, ale nemůže vytvořit větší a rozsáhlejší sítě. 
 
Obrázek 1 – Topologie Point-to-Point 
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2.2.2 - Topologie point-to-multipoint 
 
Síť s topologií point-to-multipoint nebo multipoint-to-point se s páteřní sítí spojuje přes 
Uplink node a její anténu. Tuto síť je mnohem jednodušší rozšiřovat nežli síť point-to-point, 
protože přidávání nových účastníků si vyžaduje pouze změnu na straně účastníka. Není třeba 
zásahu na straně Uplink Node. Nevýhodou této sítě je to, že každý účastník, který chce do sítě 
přistupovat musí být v dosahu základnové stanice-Uplink Node. Tahle podmínka dělá 
z topologie point-to-multipoint nepraktickou pro každodenní použití širokou veřejností, 
protože pokud jsme v terénu, kde se objevují stromy, budovy atd. ztrácí toto uspořádání 
smysl. Z toho vyplývá že hlavní nevýhodou této topologie je to, že jednotlivé nody nemůžou 
mezi sebou předávat (meshovat) signál až k Uplink Node. 
 
 
Obrázek 2 – Topologie Point-to-Multipoint 
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2.2.3 - Multipoint topologie 
 
Multipoint-to-multipoint sítě nechali vzniknout směrovanou topologii MESH, která 
připomíná strukturu Internet. Aby byla možná vystavět síť MESH je nutné prvně vytvořit 
přístupové body do sítě internet, další přístupové body jsou poté přidávány do oblasti kterou 
chceme pokrýt. Toto pokračuje dokud nedosáhneme požadované hustoty přístupových bodů 
k pokrytí celé oblasti. Každý přístupový bod je použit jednak k přístupu do sítě, ale také 
k předání signálu v síťové infrastuktuře. Díky této funkci je možné přistupovat například do 
sítě internet přes kterýkoliv přístupový bod v síti, protože jednotlivé přístupové body směrují 
signál k vybrané Uplink Node, přes kterou je možné přistupovat do sítě internet. 
 
Obrázek 3 – Topologie Multipoint-to-Multipoint 
 
 - 13 -
2.2.4 - Metropolitní topologie MESH 
 
Metropolitní topologie využívá dva typy MESH sítí. Skládá se z hlavní (páteřní sítě), která 
sdružuje jednotlivé podsítě, které se nazývají topologie „poslední míle“. Hlavní síť je tvořena 
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3. - Mobile IP 
  
3.1 - Principy technologie Mobile IP 
 
 Protokol Mobile IP byl původně schválen sdružením Internet Engineering Task Force 
(IETF) v roce 1996 jako návrh standartu. Původní návrh se zakládal na dokumentech RFT 
(Request For Comments) 2002 až 2006. Od té doby další dokumenty RFC rozšířily možnosti 
protokolu a ujasnily původní standarty. Ústřední protokol Mobile IP, původně definovaný 
v dokumentu RFC 2002, byl aktualizován a v současnosti je definován dokumentem RFC 
3344.[4]  
 
   
Přestože protokol Mobile IP není užitečný pro uživatele s vytáčeným připojením, pro 
typického notebooku užitečný je. Pro podnikové nasazení jsou snadno dostupné různé 
technologie umožňující veřejný i soukromý bezdrátový přístup, avšak žádná z nich nenabízí 
ideální kombinaci vlastností spočívající v úplném pokrytí, vysoké rychlosti přenosu dat a 
nízké ceně. Protokol Mobile IP umožňuje zařízením, která mají přístup k více bezdrátovým 
sítím, snadno využívat optimální spoje bez zásahu uživatele. 
 
3.2 - Technologie Mobile IP – Součásti 
 
 Nasazení protokolu Mobile IP se skládá přinejmenším z domovského agentu a 
mobilního uzlu, také může obsahovat cizí agent. Jako kterákoli (nebo všechny) z těchto 
součástí může sloužit jediný směrovač. V nejobvyklejším nasazení se však používá 
samostatné zařízení pro každou funkci, popřípadě se někdy kombinuje domovský a cizí agent 
do jediného směrovače. Tyto funkce lze povolit v existujících přístupových směrovačích 
v síti, nebo je lze povolit ve vyhrazených agentech mobilního protokolu. Mezi další důležité 
koncepty protokolu Mobile IP patří domovská síť, domovská adresa a adresa CoA. 
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Obrázek 5 – součásti jednoduchého nasazení protokolu Mobile IP 
 
 
Obrázek 6 – přehled součástí protokolu mobile IP 
Mobilní uzel 
 
 Mobilní uzel zobrazený na obrázku 5 může být jakékoliv zařízení s podporou Mobile 
IP. Mobilní uzly mohou být jakákoliv zařízení od kapesních počítačů (PDA) přes notebooky 
až po směrovače.  
Mobilní uzel provádí vlastní detekci pohybu a musí být tedy schopen rozpoznat 
logické přesunutí a zjistit svou aktuální polohu. Logické přesunutí není pouhá změna 
přístupového zařízení, ale změna v podsíti přidružené přístupovému spoji. I v případě že se 
mobilní uzel nepohybuje fyzicky, stále ještě se může přesouvat logicky, pokud přidružené 
přístupové zařízení selže a uzel je přidružen k novému zařízení, nebo pokud jiný přístupový 
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bod nabídne lepší kvalitu připojení. Pokud se mobilní uzel rozhodne začít používat jiný spoj, 
musí tuto změnu signalizovat domovskému agentu.  
Aby bylo možné použít protokol Mobile IP, musejí mobilní uzel a domovský agent 
sdílet přidružené zabezpečení. 
Přestože je protokol Mobile IP protokolem na třetí vrstvě, je hranice mezi druhou a 
třetí vrstvou často mlhavá. Protokol Mobile IP nemůže účinně pracovat bez interakce 
s druhou vrstvou. Čím více informací má mobilní uzel o druhé vrstvě, tím inteligentnější 
mohou být jeho rozhodnutí o směrování 
 
Domovská síť a domovská adresa 
Domov je podle protokolu Mobile IP důležitý koncept, podle fráze „domov je tam, 
kam vede směrovací trasa“, protože směrování v síti internet je založeno na domovské IP 
adrese. 
 Adresa IP mobilního uzlu je označována jako jeho domovská adresa. Domovská 
adresa je přidělována v domovské síti, která je připojena k domovskému agentu. Domovská 
adresa je přidělována při registraci pomocí protokolu mobile IP, a tobuď staticky nebo 
dynamicky. Koncept domova v protokolu Mobile IP představujejednoduše záchytný bod. 
Domovská síť je síť s nejdelším prefixem inzerovaná tradičním směrovacím protokolům. 
Úkolem domovské sítě je zabránit tomu, aby bylo zapotřebí inzerovat protokolu IGP trasu 
k hostiteli pro každý mobilní uzel, protože tento postup by měl jen omezenou škálovatelnost. 
Je-li mobilní uzel připojen k domovské síti, není protokol Mobile IP zapotřebí, protože 
tradiční směrování protokolu IP může do mobilního uzlu doručovat provoz obvyklým 
způsobem. Pokud se mobilní uzel přemístí z dosahu domovské sítě a připojí se k nové síti, je 
tato nová síť či doména označována jako cizí doména nebo navštívená doména. 
 
Domovský agent 
Provoz určený pro domovskou adresu mobilního uzlu je nadále doručován do mobilní 
sítě, a to i v případě, že již mobilní uzel není připojený. Tento provoz musí být přesměrován 
do mobilního uzlu v jeho aktuálním umístění. Za tuto činnost je zodpovědný domovský agent. 
Domovský agent je směrovač schopný zpracovávat aktualizace směrování protokolu Mobile 
IP, zvané registrace, a přesměrovávat provoz do mobilního uzlu prostřednictvím dynamicky 
vytvářených tunelů. Pokud se domovský agent nachází na cestě předávání, bude předávat 
provoz prostřednictvím tunelus použitím trasy k hostiteli. Pokud je domovská íť fyzickou sítí 
a domovskýagent se nachází na cestě předávání, použije domovský agent protokol ARP 
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(Address Resolution Protokol), aby získal veškerý provoz určený mobilnímu uzlu a mohl ho 
předat dálprostřednictvím tunelu. 
 
Adresa CoA 
Adresa CoA (Care of Address) je adresa IP, která je platná a na kterou lze směrovat 
provoz z aktuálního bodu připojení mobilního uzlu v cizí síti. Mobilní uzel uvědomí 
domovský agent o této adrese v průběhu registrace protokolu Mobile IP. Zapouzdřený 
(tunelovaný) provoz z domovského agentu je poté doručen na adresu CoA, která představuje 
logické umístění mobilního uzlu v cizí doméně. Tunel protokolu Mobile IP je vytvářen mezi 
adresou domovského agentu a adresou CoA. Typ adresy CoA může být jeden ze dvou 
následujících: 
- CcoA (Colocated CoA) 
- FA CoA 
 
Cizí agent 
 Cizí agent je směrovač připojený k přístupovému spoji, který dokáže z pověření 
mobilního uzlu přerušit tunel (viz obrázek 3). Cizí agent může jednu nebo více svých adres 
inzerovat jako adresu CoA. Když se mobilní uzel registruje ve svém domovském agentu, 
registruje se prostřednictvím cizího agentu. Cizí agent si vede záznamy o přístupovém spoji, 
kterým je mobilní uzel připojen. Provoz pro mobilní uzel je tunelován z domovského agentu 
do cizího agentu. Jakmile cizí agent odstraní záhlaví zapouzdření, doručí provoz do mobilního 
uzlu. Cizí agent musí být k přístupovému spoji mobilního uzlu připojen přímo, protože 
provoz lze doručovat pouze prostřednictvím adresování vrstvy MAC (Message Authentication 
Code). Kdyby cizí agent musel provoz směrovat, byl by provoz zaslán zpět do domovského 
agentu a skončil v nekonečné směrovací smyčce. 
 
Korespondující uzel 
 Texty o protokolu Mobile IP často zmiňují korespondující uzel. Korespondující uzel 
není součástí protokolu Mobile IP, představuje však názorný prvek, který usnadňuje popis 
cest, po kterých putuje provoz. Korespondující uzel je protějšek mobilního uzlu při 
komunikaci (například jiný mobilní uzel nebo pevný uzel). Pokud mobilní uzel používá 
webový prohlížeč, je korespondujícím uzlem webový server. 
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4. - Praktická část 
  
Za použití sedmi antén Tropos 5210 jsem měl za úkol vytvořit dvě sítě, vytvořená 
topologie bude popsána v dalším pokračování práce. Brány obou sítí byly připojeny na 
směrovače Cisco router 1841 a tyto směrovače jsem vzájemně propojil za použití přepínače 





Obrázek 7 – Topologie sestavované sitě MESH 
 
K propojení směrovačů s bránami HotZone jsem použil kabel křížený a k propojení 
směrovačů s přepínačem kabel přímý. Rozhraní a vlastnosti směrovačů jsem nastavoval přes 
síťové rozhraní za použití programu TeraTerm. V tomto programu jsem nastavil IP adresy 
obou rozhraní, směrovací protokol atd. 
 
4.1 – Konfigurace Cisco prvků 
  
 V této části vysvětlím jakým způsobem jsem nakonfiguroval vlastnosti jednotlivých 
směrovačů pro použití v síti výše uvedené topologie. Abychom mohli Cisco prvky 
konfigurovat je nutné konfigurovaný prvek propojit s PC za použití konzolového kabelu. 
Síť Mesh Síť Mesh2 
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Konkrétně rozhraní RS 323 počítače a port označený Console na prvku Cisco. Konkrétní 
nastavování probíhá v programu TeraTerm ve čtyřech režimech – Uživatelský, 
Administrátorský, Základní konfigurační a Konfigurační režim rozhraní.  
Mezi jednotlivými režimy se přepínáme příkazy enable, configure terminal, interface 
název_rozhraní. 
 
4.1.1 - Konfigurace sítí a směrovacího protokolu 
  
V této části popíšu způsob, kterým jsem konfiguroval základní vlastnosti obou 
směrovačů, jako jsou IP adresy použitých rozhraní a použitý směrovací protokol. Pro 
konfiguraci IP adres jednotlivých síťových rozhraní na obou směrovačích je třeba se přepnou 
do konfiguračního režimu rozhraní přikazem interface název_rozhraní v konfiguračním 
režimu směrovače. A poté zadáním přikazu např: ip address 192.168.100.3 255.255.255.0 a 
dále použít příkaz no shutdown pro zapnutí daného rozhraní. 
 Po nakonfigurování všech rozhraní je třeba zvolit směrovací protokol který bude 
použit, v našem případě protokol RIP verze 2. To se provede zadáním příkazu router rip 
v administrátorské režimu a příkazem version 2 se aktivuje daná verze protokolu. Dále je 
potřeba zadat všechny sítě, které jsou na směrovači nakonfigurovány, aby byl protokol 
opravdu v praxi použit. To jsem nakonfiguroval přikazem ve tvaru network adresa sítě (např. 
network 192.168.100.3). Tuto konfiguraci jsem ukončil příkazem end. 
 
4.1.2 - Konfigurace domovského agenta - HA 
 
 Pro konfiguraci domovského agenta jsem si vybral rozhraní FE 0/1 druhého 
směrovače s adresou 192.168.100.4, toto rozhraní musí být stále ve stavu zapnuto, jinak by 
domovský agent přestal fungovat. 
 Aktivování protokolu Mobile Ipv4 se na směrovačích Cisco realizuje použitím příkazu 
router mobile v konfiguračním režimu směrovače. Dále je třeba aktivovat funkci HA 
příkazem ip mobile home agent a to opět v konfiguračním režimu daného směrovače. Také je 
potřeba definovat kde se bude domovský agent nacházet. V mém případě na rozhraní FE0/0, 
tedy na portu s adresou 192.168.100.4. To se provede v konfiguračním režimu příkazem ip 
mobile home-agent address 192.168.100.4. Také je potřeba definovat mobilní uzly, které 
bude domovský agent obsluhovat a rozhraní kde se nachází jejich domovská síť. Mobilní uzly 
lze definovat buď rozsahem IP adres, nebo jako v mém případě, kdy mám jen jeden mobilní 
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uzel přímo jeho konkrétní IP adresou v konfiguračním režimu směrovače: ip mobile host 
192.168.100.20. Jako poslední je třeba definovat vztah důvěry mezi MN – mobilním uzlem a 
HA – domovským agentem, tzv. šifrovací klíč. K tomu použijeme opět konfigurační rozhraní 
a příkaz ip mobile secure host 192.168.100.20 spi 100 key hex 
1234567890abcdef1234567890abcdef algorithm hmac-md5, kde SPI je identifikátor 
zabezpečovací posloupnosti, sekvence hexadecimálních znaků je konkrétní zabezpečovací 
klíč a na konci je druh metody pro výpočet HASHe. Jako poslední je na domovském agentu 
nutné nakonfigurovat ve směrovacím protokolu to, že se uzly mohou nacházet mimo svou 
domovskou síť, tedy zakomponovat mobilitu do směrovacího protokolu. Což se dělá 
v konfiguračním režimu směrovacího protokolu RIP (příkaz router rip) zadáním příkazu 
redistribute mobile. 
 
4.1.3 - Konfigurace cizího agenta - FA 
  
 Konfiguraci agenta FA jsem musel narozdíl od HA nakonfigurovat na obou použitých 
směrovačích, konkrétně na jejich rozhraních FE0/0, aby bylo později možno se s mobilním 
uzlem pohybovat v obou realizovaných sítích. Jeho konfigurace bude popsána v následujícím 
textu.  
 Nejprve musíme v konfiguračním rozhraní směrovače aktivovat protokol Mobile IP, 
což se provede příkazem router mobile. Dále je třeba povolit funkci FA na obou směrovačích, 
za použití příkazu ip mobile foreign-service, poté je třeba také definovat rozhraní na které se 
později budeme chtít připojovat s mobilním uzlem, v našem případě to bude rozhraní FE0/0, 
jak již bylo uvedeno dříve. K tomu nám poslouží příkaz ip mobile foreign-agent care-of 
FastEthernet0/0. Ještě je také potřeba aktivovat funkci FA na daném rozhraní, respektive 
v jeho konfiguračním režimu, do kterého se přepneme příkazem interface FastEthernet0/0 a 
zde zadáme ip mobile foreign-service. A protože jsou inzerce agentů protokolu Mobile IP 
součástí protoklu IRDP, je tento protokol třeba také nakonfigurovat. Výchozí časovače 
protokolu IRDP jsou příliš dlouhé a neumožňují včasné předávání, pokud nejsou použita 
oslovení. Pro konfiguraci protokolu IRDP jsem použil úpravu následujících tří parametrů 
(maxadvertinterval, minadvertinterval a holdtime). Po prostudování materiálů jsem 
následujícími příkazy nastavil v konfiguračním režimu rozhraní FE0/0 uvedené proměnné 
takto ip irdp, ip irdp maxadvertinterval 4, ip irdp minadvertinterval 3 a ip irdp holdtime 9. 
Hodnota holdtime se obvykle volí trojnásobkem hodnoty maxadvertinterval, aby bylo jisté, že 
agent opravdu již není dostupný a že se nejedná jen o dočasnou ztrátu paketů. 
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4.1.4 - Výsledné konfigurace obou směrovačů 
 
 Na následujících obrázcích bude zobrazen výpis konfigurací obou směrovačů. 




Obrázek 8 – výpis running-config na směrovači s použitím jen FA 
 
Nastavení rozhraní FE0/0 
-ip adresa 
-povolení cizího agenta na tomto 
rozhraní 



















-povolení služeb Mobile IP 
 
-volba směrovacího protokolu RIP 








-očekávání mobilního uzlu cizím 
agentem na rozhraní FE0/0 
-povolení cizího agenta na tomto 
směrovači 




Obrázek 9 - výpis running-config na směrovači s použitím HA i FA 
 
4.1.5 - Konfigurace mobilního uzlu - MN 
 
 Nyní si popíšeme samotnou konfiguraci mobilního klienta na mobilním uzlu, v našem 
případě notebooku s operačním systémem Windows XP.  
Pro běh protokolu Mobile Ipv4 ve windows XP jsem musel použít software třetí 
strany. Využil jsem dotupného mobilního klienta firmy Cisco – Cisco Mobile Client (CMC). 
Nastavení rozhraní FE0/0 
-ip adresa 
-povolení cizího agenta na tomto 
rozhraní 

















-povolení služeb Mobile IP 
 
-volba směrovacího protokolu RIP 
verze 2 a adresy na kterých bude 
použit
-nastavená adresa domovského agenta 
-adresa hosta + jeho domovské rozhraní 
-očekávání mobilního uzlu cizím agentem na rozhraní FE0/0 
-zabezpečení komunikace HA <=> MN 
-povolení cizího agenta na tomto směrovači 
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Po spuštění programu se objevi jeho ikonka ve stavové liště  , klikneme na tuto ikonku 
pravým tlačítkem myši a z nabízených možností vybereme položku Configure a Profile. 
V následujícím okně vytvoříme nový profil tlačítkem New. Tento profil jsem nastavil tak je 
uvedeno na následujícím obrázku. Položka Security Association musí být vyplněna shodně 
s nastavením domovského agenta ve směrovači, tedy SPI: 100, key: HEX 
1234567890abcdef1234567890abcdef, algorithm: hmac-md5. Do záložky DNS a WINS je 
třeba vyplnit cokoliv smysluplného, aby se dal nastavený mobilní klient uložit, tyto položky 
budou později vymazány s konfiguračního souboru pomocí textového editoru, protože jinak 
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Po té co jsem profil uložil je třeba jak bylo uvedeno výše změnit konfigurační soubor. 
Uložený profil si tedy otevřeme v poznámkovém bloku a umažeme následující řádky: 
 
nai = xxx 
dns-server-list 
address = xxx.xxx.xxx.xxx 
address = xxx.xxx.xxx.xxx 
end-dns-server-list 
dns-suffix-list 
domain = xxx.yy 
end-dns-suffix-list 
 
 Poté z menu CMC vybereme položku Profiles.  Po stisku tlačítka Browse jsem 
vyberlal vytvořený profil a aktivoval jej. 
 Také je potřeba nastavit rozhraní na kterých se bude Mobile IP uplatňovat, v mém 




Obrázek 11 – Nastavení rozhraní pro použití CMC 
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Jako poslední je potřeba nastavit IP adresu mobilního uzlu, v mém případě 
192.168.100.20 a adresu domovského agenta HA 192.168.100.4, pomocí položky Static IP 




Obrázek 12 – Nastavení položky Static IP v menu CMC 
 
4.1.6 - Ověření funkčnosti 
 
 Prvotní funkčnost jsem ověřoval tak, že jsem vzal křížený kabel a mobilní stanici 
připojil přímo k portu FE0/0 směrovače a poté jsem spustil nastaveného mobilního klienta 
CMC, To jsem udělal tak že jsem kliknul na položku Enable v jeho menu. Správná funkčnost 
se poznala tak, že mobilní klient CMC změnil barvu ikony z   na .  
 Také je možné po dvojkliku na ikonku CMC vidět podrobnější informace o tom na 
kterého FA je momentálně připojen mobilní uzel MN. Ověřil jsem správnost registrace na 
obou routerech, respektive jejich rozhraních FE0/0, pomocí připojení přímo na rozhraní 
kříženým kabelem, poté co se mi v obou sítích mobilní uzel registroval bez problémů jsem 
začal budovat bezdrátovou síť z prvků Tropos 5210. 
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Obrázek 13 – zaregistrovaný CMC k FA1 
 
 
Obrázek 14 – zaregistrovaný CMC k FA2 
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4.2 – Konfigurace bezdrátové sítě z prvků Tropos 5210 
 
4.2.1 - Fyzické rozmístění antén 
 
 Po dohodě s vedoucím projektu byly rozmístěny antény do třech pater ústavu 
telekomunikací. Na anténách se omezil výkon, aby se pokrytí překrývalo co nejméně. Po 
tomto rozmístění, které je zobrazeno níže, včetně pojmenování antén, jejich MAC adres a 
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4.2.2 - Realizace topologie sítě z prvků Tropos 5210 
 
 Pro nastavování parametrů má dané zařízení rozhraní eth1 na které se dá připojit 
pomocí kabelu na LAN port MG1. Po připojení počítače na tento LAN port jsem všechna 
zařízení nakonfiguroval podle zvolené topologie pomocí webového rozhraní, do okna pro 
adresu jsem vložil https://192.168.167.166 po čemž se mi otevřelo rozhraní pro konfiguraci 
zařízení Tropos 5210, které vypadá následovně: 
 
Obrázek 16 – webové rozhraní gatewaye položka Current Cell 
 
Význam jednotlivých políček: 
Cell Settings – nastavení buňky (Gateway/Node) nastaveno jak bylo potřeba 
Current Software Version – aktuální verze používaného softwaru 
Board Type – typ základní desky 
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V položce Interface lze vyčíst jestli je zapojen kabel do jednotlivých zásuvek antény, kde eth0 
je port LAN, pro připojení buňky k síti a eth1 je port pro nastavování parametrů jednotlivých 
buňek 
 
Záložka - Cell Identity: 
 
Na následujím obrázku je zobrazena položka Cell Identity, zde jsem nastavil identifikační 
údaje o buňce (její jméno a místo, kde se nachází) 
 
Obrázek 17 – Nastavení Cell Identity konkrétního prvku 
 
Význam jednotlivých políček: 
Cell Name  - jméno buňky    
Cell Location  - umístění buňky 
Cell Contact  - kontakt na buňku 
Cell Latitude  - zeměpisná šířka buňky 
Cell Longitude - zeměpisná délka buňky 
 
 
Záložka - Device and IP 
 
Význam a nastavení používaných položek: 
Cell Settings - Nastavení směrovače – Určuje jak daná buňka pracuje (pevný Uzel (Node), 
Mobilní Uzel (Mobile Node) nebo Brána (Gateway)). Opět nastaveno dle potřeby. 
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IP Configuration Method (eth0, wlan0) – určuje zda jsou v síti přiřazeny IP adresy staticky, 
nebo dynamicky pomocí DHCP serveru (Static / DHCP - dá se implementovat buď na řídícím 
PC, nebo použít přímo integrovaný DHCP server buňky Gateway) 
 
Wired Interface Address – IP adresa rozhraní eth0. Jestliže je povolené DHCP, tak je toto 
pole ignorováno 
Wireless Interface Netmask – Maska bezdrátového rozhraní wlan0. Jestliže je povolené 
DHCP, tak je toto pole ignorováno 
Default Gateway – Standartní brána eth0. Jestliže je povolené DHCP, tak je toto pole 
ignorováno 
Wireless Interface Address – IP adresa bezdrátového rozhraní wlan0. Jestliže je povolené 
DHCP, tak je toto pole ignorováno 
Wired Interface Netmask – Maska rozhraní eth0. Jestliže je povolené DHCP, tak je toto pole 
ignorováno 
 
Výše uvedené položky byly vyplňeny podle topologie sítě. 
 
U Nodů se nepoužívá rozhraní eth0, protože nejsou přes toto rozhraní připojeni k páteřní síti. 
 
Záložka – Wireless 
 
Význam používaných položek: 
Primary ESSID - Primární ESSID - jedinečné identifikační alfanumerické jméno, které 
identifikuje bezdrátovou síť 
 
Zvolil jsem si název mnou konfigurovaných sítí Mesh a Mesh2 
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Allow 802.11b Clients - Povolení 802.11b klientů – dovoluje, nebo zakazuje 802.11b klienty 
v síti 802.11g (Ano / Ne) 
 
Zde jsem povolil přístup klientům na konkrétní přístupový bod, na každém přístupovém bodě 
jde také zakázat nebo povolit přístup konkrétním klientům zadáním jejich IP adres 
Wireless Routing Domain ID – ID sítě pro bezdrátové routování - Jedná se o šestnácti místný 
kód znaků. Tento kód musí obsahovat všechna zařízení, která tvoří Mesh síť 
(1234123412341234) 
 
Mnou zvolené ID 
 
4.2.3 - Ověření správné funkčnosti sítě a její propustnosti 
 
 Po nastavení parametrů jednotlivých antén jsem přistoupil k fyzické realizaci sítě. Po 
zjištění že obě Brány vidí své přístupové body jsem je připojil pomocí kříženého kabelu na 
rozhraní FE0/0 směrovačů Cisco tak jak je uvedeno v obrázku topologie, abych zjistil zda je 
mnou konfigurovaná topologie funkční. Nejprve jsem se s notebookem připojil k síti Mesh a 
zkoušel pomocí příkazu ping propustnost sítě tím že jsem se snažil dostat na rozhraní wlan 
všech antén z protější sítě. Poté co se mi to úspěšně povedlo jsem to samé zopakoval opačně, 
tedy připojit se s notebookem do sítě Mesh2 a pomocí příkazu ping se dostat na wlan rozhraní 
antén z protější sítě Mesh. 
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Obrázek 18 – Ping do sítě Mesh2 z notebooku připojeného do sítě Mesh 
 
Obrázek 19 – Ping do sítě Mesh z notebooku připojeného do sítě Mesh2 
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4.2.4 - Implementace Mobile IP do sestavené bezdrátové sítě 
 
 Poté co jsem sestavil mobilní síť z dostupných antén a úspěšně vyzkoušel její chod 
jsem se pustil do implementace protokolu Mobile IP. Předpokládal jsem, že když byl protokol 
funkční přímo na rozhraních, což bylo již odzkoušeno dříve, tak při správném nastavení 
mobilního uzlu by neměl být problém ho spustit i na nakonfigurovaných bezdrátových sítích. 
Tato implementace se mi ani v jedné síti dlouhou dobu nedařila, proto jsem přistoupil 
k monitorování provozu sítě a zjištění problému. Nakonec se ukázalo že antény Tropos 5210 
mají v sobě zakomponované velmi inteligentní směrování a proto není potřeba při jejich 
použití implementovat v sestavené síti Mobile IP. Zjistil jsem, že tyto antény bez problémů 
obsluhují jakýkoliv mobilní uzel, s jakoukoliv IP adresou, pokud je v jejich dosahu a nemají 
ho v konfiguračním softwaru obsluhovat zakázáno. Jinými slovy, antény umožňují 
jakémukoliv mobilnímu uzlu, který je v jejich dosahu pohybovat se v nimi tvořené síti 
s možností napojení přes bránu na síť páteřní. Mobilní uzel musí pouze znát WEP klíč dané 
sítě, v mém případě aabbccddee na jeho IP adrese nezáleží a veškeré směrování obstarají 
antény. Z tohoto důvodu mi byly vedoucím projektu poskytnuty dva Cisco WAP bezdrátové 
přístupové body, abych mohl sestavit novou síť a implementovat protokol Mobile IP na této 
síti. 
 
4.3 – Konfigurace bezdrátová sítě za použití Cisco WAP 
 
Topologie bezdrátové sítě s přístupovými body Cisco WAP 
 
 
Obrázek 20 – Topologie bezdrátové sítě za použití přístupových bodů Cisco WAP 
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4.3.1 - Konfigurace prvků Cisco WAP 
 
Přístupové body jsem konfiguroval stejně jako směrovače, v jejich konfiguračním 
rozhraní. Nejdříve jsem nakonfiguroval na obou přístupových bodech rozhraní FastEthernet0 
pomocí zadání příkazu interface FastEthernet0 v konfiguračním režimu jednotlivých 
přístupových bodů. Poté jsem zadáním příkazu ip address 192.168.101.3 255.255.255.0 
přidělil tuto ip adresu rozhraní F0 prvního přístupového bodu a to samé jsem zopakoval pro 
druhý přístupový bod.  
Dále bylo třeba nakonfigurovat bezdrátové rozhraní. Pro jeho konfiguraci jsem zadal 
v konfiguračním režimu příkaz interface Dot11Radio0, čímž jsem se dostal konfiguračního 
režimu tohoto rozhraní. Zde jsem mu přidělil ip adresu příkazem ip address 192.168.101.4 
255.255.255.0, Dále bylo potřeba nakonfigurovat síť, která bude realizována na tomto 
rozhraní. To jsem zrealizoval příkazem ssid AP_MIP_1 a povolil jsem na ni otevřený přístup 
všem uživatelům bez nutnosti autentizace pomocí příkazů authentification open a guest mode. 
To samé je třeba zopakovat pro druhý přístupový bod. 
 
Obrázek 21 - Nastavení rozhraní přístupového bodu AP_MIP_1 
 
Obrázek 22 - Nastavení rozhraní přístupového bodu AP_MIP_2 
 
Nastavení rozhraní Dot11Radio0 
-jeho ip adresa 
 
 
-jméno sítě realizované na tomto 
rozhraní 
-otevřená autentizace 
-povolený přístup všem uživatelům 
 
Nastavení rozhraní FE0 
-jeho ip adresa 
 
 
Nastavení rozhraní Dot11Radio0 
-jeho ip adresa 
 
 
-jméno sítě realizované na tomto 
rozhraní 
-otevřená autentizace 
-povolený přístup všem uživatelům 
 
Nastavení rozhraní FE0 
-jeho ip adresa 
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4.3.2 - Fyzické sestavení sítě a ověření propustnosti 
 
 Po nakonfigurování obou přístupových bodů bylo třeba fyzicky sestavit navrženou síť 
a pomocí příkazu ping zkusit jestli spolu všechny komponenty sítě navzájem komunikují. 
Propojil jsem rozhraní na kterých je nakonfigurován FA z předchozích řešení, tedy FE0/0 
jednotlivých směrovačů s rozhraním F0 jednotlivých přístupových bodů, čímž jsem realizoval 
navrženou topologii. Úspěšně jsem připojil notebook do obou bezdrátových sítí. Poté jsem 
ověřil příkazem ping že jsou oba přístupové body a mobilní uzel přes ně připojený dostupné 
z routerů. 
 
Obrázek 23 – Ověření prostupnosti sítě pomocí příkazu ping z obou routerů 
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4.3.3 - Implementace Mobile IP do sestavené bezdrátové sítě 
Poté co jsem sestavil mobilní síť ze Cisco prvků a úspěšně vyzkoušel její chod jsem se 
opět pustil do implementace protokolu Mobile IP. Mobilní uzel jsem nastavil stejně jako při 
zkoušení Mobile IP přímo na rozhraních a zkontroloval nastavení HA a FA na obou 
směrovačích. Na mobilním uzlu - MN jsem zvolil obě rozhraní jak ethernet tak Wifi. Poté co 
jsem povolil CMC mobilního klienta položkou enable v jeho menu, se mi tento připojil 
k cizímu agentu FA1. Toto jsem úspěšně ověřil přechodem z jedné sítě do druhé a připojení 
na agenta FA2. Dále jsem si ověřil příkazem debug jak opravdu fyzicky probíhá registrace. 
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Obrázek 24 – Zobrazení debug ip mobile při připojení MN přes FA1 (192.168.102.1) 
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Obrázek 25 – Zobrazení debug ip mobile při připojení MN přes FA2 (192.168.101.2) 
 
Poté jsem si udělal všechny výpisy dostupné v konfiguračním programu obou 
směrovačů (show ip mobile host – mobilní uzly obsluhované domovským agentem HA, show 
ip mobile bindings – přidělené mobilní vazby, show ip mobile visitors – tabulka návštěvníků 
konkrétního FA), abych zjistil jestli všechny registrace probíhají v pořádku. Z následujícího 
obrázku je žřejmé, že se mobilní uzel MN 192.168.100.20 připojuje k domovskému agentu 
HA bez problémů (Accepted 639 / Denied 1) 
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Obrázek 26 – výpis příkazu show ip mobile host 
 
 
Obrázek 27 – výpis příkazu show ip mobile visitor při připojení přes FA1 
 
 
Obrázek 28 – výpis příkazu show ip mobile visitor při připojení přes FA2 
 
 
Obrázek 29 – výpis příkazu show ip mobile binding při připojení přes FA1 
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Obrázek 30 – výpis příkazu show ip mobile binding při připojení přes FA2 
 
4.3.4 - Monitorování sítě 
 
 V tomto bodě popíšu monitorování sítě při simulovaném provozu VoIP za pužití 
kodeku G.711a (64kbit/s) a přechodu z jedné sítě do druhé. Provoz jsem sledoval pomocí 
programu IxChariot, k čemuž mi byl poskytnut notebook na kterém byl tento program 
nainstalován. Po prostudování materiálů jsem se naučil tento program používat pro potřebná 
měření. Bylo třeba nainstalovat software také na mém mobilním uzlu MN. Po spuštění 
programu jsem nastavil Voip pár. Na notebooku, který měřil provoz jsem nastavil ip adresu 
192.168.100.10 a připojil jsem tento notebook pomocí přímého kabelu do switche, tedy do 
domovské sítě  => tento notebook je použit z pohledu Mobile IP jako korespondující uzel CN. 
CN se používá jako protějšek komunikace s mobilním uzlem MN. CN je nutno použít také 
proto, abychom simulovali chování sítě v reálném světě. CN stačí nakonfigurovat pouze 
adresou IP jeho rozhraní. Mobilnímu uzlu MN zůstala adresa 192.168.100.20 a 
předpokládáme že se uzel bude pohybovat v obou bezdrátových sítích a bude spravován 
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Měření 1 
Přechod z přímého připojení kabelem na FE0/0 192.168.101.2 spravované FA2 do sítě 
Wifi 192.168.102.4 spravované FA1 a zpět. Uskutečnil jsem dva přechody, v čase 32s. 
odpojení kabelu od rozhraní FE0/0 192.168.101.2 -> přechod na Wifi a poté v čase 72s. 









































Graf 2 – RFC1899 Jitter měřené sítě 





































Graf 4 – Ztracené bity během přenosu v měřené síti 
 
Z uvedených grafů je vidět že při prvním přechodu (32s.) značně poklesla průchodnost 
sítě, což mělo za následek ztrátu 6400 bitů. Na Jitteru ani na zpoždění se přechod mezi FA 
neprojevil. Při druhém přechodu (72s.) mezi FA se nepatrně zvýšilo zpoždění a Jitter, kdežto 
na propustnost sítě tento přechod měl pouze nepatrný vliv a bity se neztratily žádné. 
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Měření 2 
Přechod mezi Wifi sítěmi. Toto uskutečníme přechodem z jedné bezdrátové sítě do 
druhé. Opět byly uskutečněny dva přechody. Nejprve ze sítě spravované FA1 192.168.102.1 










































Graf 6 – RFC1899 Jitter měřené sítě 
 



































Graf 8 – Ztracené bity během přenosu v měřené síti 
 
 Z naměřených hodnot pro tento přechod mezi bezdrátovými sítěmi je žřejmé že pokud 
používáme jen bezdrátové rozhraní projeví se tento přechod na všech měřených parametrech a 
v obou případech má za následek ztrátu určitého množství bitů. 
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Zhodnocení naměřených veličin z pohledu implementace Mobile IP 
  
V obou případech jsem měřením zjistil, že implementace protokolu Mobile IP 
proběhla úspěšně, protože byla splněna hlavní podmínka → uživatel používající protokol 
Mobile IP může přecházet mezi sítěmy, kde je tento protokol implementován a neustále 
komunikovat aniž by musel zasahovat do řídícího softwaru a při přechodu mezi sítěmi se 
k nové síti fyzicky přepojovat, toto obstará při správné funkci protokol Mobile IP, což je vidět 
na naměřených závislostech, kde po přechodu mezi sítěmi se v krátké době ustálí opět 
předchozí přenosová rychlost a jak bylo pomocí měření zjištěno tak je ztraceno pouze 
nepatrné množství bitů a uživatel tento přechod nepozná ani na kvalitě a rychlosti spojení. Při 
zkoušeném přenosu VoIP se tento přechod projevil na subjektivní kvalitě komunikace jen 
velmi nepatrně.   
Pro obě měření jsem použil časový úsek 120 sekund, protože je tento úsek dostačující 
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5. – Závěr 
  
V mojí diplomové práci jsem měl prostudovat mobilitu v bezdrátových sítích a 
implementaci protokolu Mobile IP do těchto sítí. K tomuto úkolu jsem dostal sedm antén 
Motorola Tropos 5210, které  byly později pojmenovány a rozmístěny po ústavu 
telekomunikací. Dále jsem dostal k dispozici dva směrovače Cisco 1841 a jeden přepínač 
Cisco, k realizaci úkolu jsem také používal notebook umístěný v laboratoři. 
 Při realizaci úkolu jsem vycházel z topologie uvedené na začátku praktické části mojí 
práce, nejprve jsem nakonfiguroval oba směrovače a sestavil pevnou síť, v které jsem začal 
implementovat protokol Mobile IP, poté co jsem tento protokol úspěšně rozchodil na obou 
šmerovačích konkrátně na rozhraní FE0/1 s adresou 192.168.100.4, na kterém se nacházel 
domovský agent HA a na rozhraních FE0/0 obou směrovačů, na kterých se nacházel cizí 
agent FA. Dále bylo třeba nakonfigurovat v programu Cisco Mobile Client CMC nastavení 
mobilního uzlu MN, tak aby se přes cizí agenty FA byl schopen přihlásit ke svému agentu 
domovskému HA. Po uspěšném přihlášení přes oba cizí agenty jsem začal implementovat 
protokol Mobile IP také do bezdrátové sítě tvořené anténami Tropos 5210, po tom co se mi 
ani přes veškerou snahu nebyl schopen mobilní uzel přihlasit jsem začal s monitorováním 
sestavené sítě a zjistil, že není třeba do sítě tvořené těmito anténami vůbec protokol Mobile IP 
implementovat, protože tyto zařízení v sobě mají zakomponované inteligentní směrování a 
předávají si mobilní uzly podle síly signálu sami, bez nutnosti vnějšího zásahu uživatele. 
 Z tohoto důvodu jsem obdržel od vedoucího projektu jiné přístupové body a to Cisco 
WAP, na kterých jsem později začal tento protokol implementovat, topologie sestavované sítě 
je naznačena v druhé polovině praktické části. Poté co jsem uvedené přístupové body a jejich 
rozhraní nakonfiguroval, jsem danou síť fyzicky vytvořil. Po nastavení mobilního uzlu MN 
jsem úspěšně implementoval protokol Mobile IP do mnou sestavené sítě. Poté co se mi 
podařilo podařilo přihlásit k domovskému agentu HA v obou bezdrátových sítích jsem 
provedl měření některých parametrů mnou sestavené sítě. Konkretně to byly: propustnost sítě, 
jitter, zpoždění a ztrátovost paketů. Tyto parametry byly měřeny při přechodech mezi cizímy 
agenty FA. Zjistil jsem, že při přechodu mezi bezdrátovými sítěmi dojde vždy ke ztrátě 
určitého množství bitů, kdežto při přechodu mezi pevným a bezdrátovým připojením dojde 
k této ztrátě pouze při přechodu pevná síť -> bezdrátová síť, při přechodu opačném nikoliv. 
Všechny naměřené charakteristiky jsou uvedeny v grafech výše. 
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