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Resumen 
EL REPARTO DE COMPETENCIAS SOBRE PROTECCIÓN DE DATOS TRAS LOS NUEVOS ESTATUTOS DE AUTONOMÍA 
Ni la Constitución ni los Estatutos de Auto-
nomía se refirieron al reparto de competen-
cias sobre "protección de datos". El legislador 
estatal, con el beneplácito del Tribunal Cons-
titucional, constriñó la posible competencia 
de las Agencias autonómicas al control de los 
ficheros públicos de su ámbito territorial. Los 
nuevos Estatutos o los proyectos en tramita-
ción asumen mayoritariamente competen-
cias sobre protección de datos y siguen este 
modelo, con redacciones distintas, apurando y 
excediendo en ocasiones de sus límites, lo que 
combinado con la inexistencia de criterios cla-
ros para delimitar los conceptos de fichero pú-
blico y fichero privado y aplicar, en consecuen-
cia, el régimen jurídico oportuno, y sumado a 
que un mismo sujeto puede ser responsable de 
ficheros de ambos tipos y estar bajo el control 
de dos Agencias diferentes, lleva a un resulta-
do bastante insatisfactorio desde el punto de 
vista de la seguridad jurídica y de la eficacia 
del Derecho. 
Abstract 
THE DISTRIBUTION OF COMPETENCES ABOUT DATUM PROTECTION AFTER ME NEW STATUTES OF AUTONOMY 
Neither the Constitution nor the Statutes 
of Autonomy referred to the distribution 
of competences about "datum protection". 
The state legislator, with the consent of 
the Constitutional Court, constrained the 
possible competence of the autonomous 
Agencies to the control of public files in its 
territorial scope. The new Statutes or the 
projects in « procedure assume in the main 
competences about datum protection and 
follow this model, with different writings, 
using up and exceeding in occasions its 
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limits, what combined with the nonexistence 
of clear criterio to define the concepts of 
public file and prívate file and to apply, in 
consequence, the right juridical regime, and 
added up to the fact that a same fellow can 
be responsable forfiles of both types and to be 
under the control of two different Agencies, 
takes to a rather unsatisfactory result from 
the point of view of the juridical security and 
of the effectiveness of the Right. 
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1. INTRODUCCIÓN 
Con carácter general, parece temerario afirmar, en un sistema de reparto competencial de 
una complejidad tan mayúscula como el español, que el reparto de competencias en una 
determinada materia es, probablemente, uno de los más endiablados. Sin embargo, no nos 
parece exagerada dicha afirmación aplicada a la materia "derecho a la protección de datos". 
La inexistencia de una formulación expresa de dicho derecho en la CE y su afirmación por 
el Tribunal Constitucional como derecho fundamental autónomo a la par que instrumental, 
aplicable al tratamiento automatizado o no de los datos, a partir de una mera llamada a la ley 
a regular los riesgos de la informática para los derechos de las personas; la ausencia absoluta 
de referencia a este derecho en el reparto de competencias derivado del originario bloque de 
la constitucionalidad; la institución de Autoridades de control tanto estatal como autonómicas 
a la delimitación de cuyo ámbito de actuación combina criterios orgánicos y funcionales, y, 
finalmente, una acogida asimétrica y con técnica jurídica defectuosa en los nuevos Estatutos 
de Autonomía han confluido para que, hoy por hoy, el reparto competencial pueda conside-
rarse, objetivamente, como un "auténtico puzzle' o como un arcano casi indescifrable que 
atenta contra la necesidad de (una al menos mínima) seguridad jurídica que permita el buen 
(1) Así lo ha calificado TRONCOSO REIGADA, A., el autor que, en su doble condición de Director de la Agencia de datos 
de la Comunidad de Madrid y profesor de Derecho constitucional ha analizado hasta el momento la cuestión con mayor 
profundidad, en la obra colectiva dirigida por él mismo Estudios sobre Comunidades Autónomas y protección de datos personales, II 
Encuentro entre Agencias Autonómicas de Protección de Datos Personales, Thomson-Civitas, Madrid, 2006, págs. 19-138, en pág. 112. En 
dicha obra colectiva se analiza monográficamente la cuestión por VILLAVERDE MENÉNDEZ, I., págs. 157-161; COTINO 
HUESO, L., págs. 163-199; LUCAS MURILLO DE LA CUEVA, E., págs. 139-152; RUBÍ NAVARRETE, J., págs. 153-156, y 
LÓPEZ BOFILL, H. , págs. 201-206. 
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funcionamiento del sistema, y, por ende, la tutela del derecho a la protección de datos. En las 
escasas páginas que siguen intentaremos, al menos, mostrar las piezas de este rompecabezas y 
arrojar alguna luz que permita componerlo'. 
2. EL DERECHO A LA PROTECCIÓN DE DATOS PERSONALES. SU AUSENCIA 
DE FORMULACIÓN CONSTITUCIONAL COMO DERECHO 
Y COMO MATERIA DE REPARTO COMPETENCIAL 
La Constitución española de 1978 fue una de las primeras de nuestro entorno jurídico en 
dedicar un precepto a las relaciones entre informática y derechos fundamentales. Se trata del 
párrafo cuarto del artículo 18, de acuerdo con el cual: "La Ley limitará el uso de la informá-
tica para garantizar el honor y la intimidad personal y familiar de los ciudadanos y el pleno 
ejercicio de sus derechos". El artículo 18.4 CE es el resultante de un texto enmendado en el 
proceso constituyente, que encierra en sí mismo una aparente contradicción: se enmarca en el 
artículo 18, referido al derecho a la intimidad y al honor, a los que, además, hace una referen-
cia singularizada expresa; pero que a la vez establece una garantía que se pregona instrumental 
del pleno ejercicio de (todos) los derechos (sin especificar siquiera que haya de tratarse de 
derechos fundamentales.) 
Ninguna referencia existe en los artículos 148 o 149 CE ni en los Estatutos de Autonomía an-
teriores a la última generación en referencia a la materia protección de datos. 
3. SU FORMULACIÓN Y DESARROLLO LEGAL: LA LORTAD Y LA LOPD. 
RANGO NORMATIVO Y REPARTO DE LA COMPETENCIA EJECUTIVA 
El desarrollo legislativo de este precepto fue ciertamente tardío. Hasta la aprobación de la Ley 
Orgánica 5/1992, de 29 de octubre, de Regulación del tratamiento automatizado de los datos 
de carácter personal (en adelante, LORTAD) , no existía ningún texto legal que regulara con 
carácter general la protección de datos personales, con la sola excepción de la Disposición 
Transitoria Primera de la Ley Orgánica 1/1982, de 5 de mayo, de protección civil del derecho 
al honor, a la intimidad personal y familiar y a la propia imagen, conforme a la cual, "en tanto 
no se promulgue la normativa prevista en el artículo 18, apartado 4, de la Constitución, la pro-
tección civil del honor y la intimidad personal y familiar frente a las intromisiones ilegítimas 
derivadas del uso de la informática se regulará por la presente Ley". El 24 de octubre de 1995 
se aprobó, tras un largo iter legislativo, la Directiva 95/46/CE del Parlamento Europeo y del 
Consejo, relativa a la protección de las personas físicas en lo que respecta al tratamiento de da- 
(2) Con carácter general, sobre protección de datos, permítaseme remitirme a la extensa bibliografía citada en mis trabajos 
Datos personales y personales y Administración Pública, Civitas, Cizur Menor (Navarra), 2005; "Derecho a la protección de datos y 
actividad administrativa", Revista Vasca de Administración Pública, núm. 71, 2005; Publicidad registral y derecho a la privacidad: una necesaria 
conciliación, Colegio de Registradores de la Propiedad, Mercantiles y de Bienes Muebles de España, Madrid, 2006; "La 
publicidad registral a la luz de la normativa sobre protección de datos: en especial, las cuestiones jurídicas que plantea el 
acceso telemático al contenido de libros del Registro", Revista Crítica de Derecho Inmobiliario, Año núm. 82, núm. 697, 2006; 
"La dialéctica entre acceso a la información en poder de la Administración y protección de datos personales", Revista de 
Administración Pública, 2007; "La tensión entre el derecho a la protección de datos y el derecho de acceso a la información 
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tos personales y a la libre circulación de estos datos. De esta forma, se hizo necesario adecuar 
la normativa española a dicha Directiva (a pesar de que la LORTAD había tenido en cuenta el 
proyecto inicial) , y, en consecuencia, se procedió a su transposición (de nuevo con retraso, 
esta vez respecto al plazo de tres años a partir de su publicación) , mediante la Ley Orgánica 
15/1999, de 13 de diciembre, de Protección de Datos de Carácter Personal (en adelante, 
LOPD) , que, respetando el grueso de la LORTAD, se limitó a adaptar el texto a las diferencias 
existentes con la Directiva y a introducir algunas otras modificaciones. La LOPD derogó la 
LORTAD, y constituye hoy la normativa general en materia de protección de datos. 
La LORTAD, en su Exposición de Motivos, presentaba su objeto, a un tiempo, como la protec-
ción de la intimidad ante nuevos riesgos que le plantea la informática y como la garantía de un 
derecho distinto nacido como consecuencia de dichos riesgos, el derecho a la privacidad. Por 
contraste, la LOPD, que carece de Exposición de Motivos, realza su carácter instrumental para la 
protección de los derechos de las personas, y no de cualesquiera de ellos, sino de los fundamen-
tales; y se aplica a todo tratamiento de datos personales, automatizado o no, siguiendo en esto lo 
previsto en la Directiva de 1995. La combinación de la configuración del derecho a la protección 
de datos como un derecho fundamental autónomo aplicable a todos los tratamientos, plantea, 
claro está, el interrogante de cuál sea su fundamento constitucional. 
El legislador ha considerado que ambas leyes constituyen desarrollo de un derecho fun-
damental y les ha dotado de rango de ley orgánica, bien que no a todas sus disposiciones, 
diferenciación esta de gran trascendencia a efectos competenciales. La normativa estatal sobre 
protección de datos ha otorgado rango de ley orgánica a las disposiciones generales, los prin-
cipios de la protección de datos y los derechos de las personas, mientras que tienen rango 
de ley ordinaria la regulación de las singularidades del régimen respectivo de los ficheros 
públicos y privados y una serie de garantías institucionales como son las relativas al régimen 
de infracciones y sanciones —con una distinción entre ficheros públicos y privados, ya que 
sólo respecto de éstos cabe imponer sanciones económicas— y la existencia y funciones de las 
Autoridades de control. La LORTAD diferenciaba, por el contrario, dentro del régimen de los 
ficheros públicos, el carácter de orgánico u ordinario de cada uno de los preceptos, a veces 
de forma discutible, pero en el aparente entendimiento de que toda limitación o exclusión 
general de los principios y derechos precisaba de rango de ley orgánica. La opción de la 
LOPD plantea, a nuestro juicio, serios problemas de constitucionalidad, ya que, conforme a 
la doctrina constitucional, la regulación general en negativo de los principios y derechos que 
conforman la arquitectura del derecho (y que, por ende, constituye su desarrollo directo) 
debiera, en buena lógica, tener el mismo rango que su regulación en positivo. Sólo cuando 
las limitaciones no son generales, sino modalizaciones al tiempo, lugar o forma de ejercicio 
del derecho, cabría entenderlas comprendidas en la regulación del ejercicio, y, por ello, reser-
vadas a ley ordinaria'. 
Ambas leyes previeron, con rango de ley ordinaria, la existencia de la hoy llamada Agencia 
española de Protección de Datos, dotada de independencia funcional y orgánica, y cuyo Di- 
(3) En este mismo sentido, TRONCOSO REIGADA, A. , pág. 26, nota 26. 
	  La protección de datos en los Estatutos de Autonomía 
rector monopoliza las competencias ejecutivas y es nombrado por el Gobierno con garantías 
de inamovibilidad, a la vez que diseña la posible extensión de la competencia autonómica, al 
prever la posible creación de Agencias autonómicas de protección de datos cuyas competen-
cias se limitan al control de los ficheros públicos creados o gestionados por la Administración 
autonómica —en la LORTAD— o la Administración local de su ámbito territorial —ampliación 
de la esfera competencial acogida en la LOPD4—. A su vez, ambas leyes han incorporado algu-
nos mecanismos de coordinación y cooperación, si bien destaca la ausencia de instituciona-
lización de éstos'. 
Ha de destacarse que ni el legislador de la LORTAD ni el de la LOPD hicieron alusión expresa 
al título competencial específico en que se apoyaba esta regulación. 
4. LA JURISPRUDENCIA CONSTITUCIONAL 
El Tribunal Constitucional ha considerado que el artículo 18.4 CE recoge un derecho funda-
mental autónomo (en especial, respeto del derecho a la intimidad) a la par que instrumental 
para la efectividad de los demás derechos fundamentales: el derecho a la protección de datos, 
del que la LORTAD y la LOPD constituyen su desarrollo y regulación. En su aproximación a 
este "derecho nuevo", el Tribunal Constitucional ha realizado un inhabitual esfuerzo dogmá-
tico para poner de manifiesto cuáles son sus puntos en común y sus elementos diferenciales 
respecto del derecho a la intimidad, en especial, en las Sentencias 290 y 292/2000, por 
referencia a una notable multiplicidad de nociones jurídicas: "objetivo" (garantizar la vida 
privada personal y familiar) ; "función" (otorgar al titular del derecho un poder de control 
sobre los datos personales, y no sólo la posibilidad de evitar injerencias de terceros) ; "ob-
jeto" (cualquier dato personal, y no sólo los "íntimos") ; "contenido" (todas las facultades 
que permiten el control sobre los datos, y no sólo el derecho a exigir una abstención de un 
tercero) , y "límites" (los mismos que el derecho a la intimidad). Nótese que este enérgico 
reconocimiento de un derecho fundamental autónomo se ha llevado a cabo pese a la debilidad 
evidente de la falta de apoyo expreso en el artículo 18.4 CE —aun más notorio con la exten-
sión del ámbito de protección a los tratamientos no automatizados— ya que, en realidad, son 
(4) Sus funciones se corresponden con las de la Agencia española, con exclusión de las referidas a los movimientos 
internacionales de datos, a las de publicidad periódica acerca de la existencia de ficheros, y a la redacción de la memoria 
anual y su presentación al Ministerio de Justicia. Dichas Agencias han de tener garantizada su plena independencia y 
objetividad en el ejercicio de su cometido —exigencia esta presente también en la Directiva comunitaria—. Podrán estar 
a cargo de su propios Registros de ficheros para el ejercicio de las competencias que se les reconoce sobre ellos, si bien 
todos los ficheros sin excepción deben inscribirse en el Registro General de la agencia española, incluso aquellos cuyo 
control compete a las agencias autonómicas. Sobre la naturaleza meramente administrativa o no de estos Registros y la 
obligación o no de inscripción en el Registro General de los ficheros competencia de las Agencias autonómicas existe 
una polémica entre la Agencia española y las autonómicas. Véase la posición de la primera en el Informe publicado en su 
Memoria de 2002. Sobre las relaciones entre la Agencia española y las autonómicas, incluida la posición de ambas en el 
plano internacional, vid. TRONCOSO REIGADA, A. , págs. 115-138. 
(5) De esta manera, el Director de la Agencia española de Protección de Datos y los órganos correspondientes de las 
Comunidades Autónomas pueden solicitarse mutuamente la información necesaria para el cumplimiento de sus funciones. 
El Director de la AEPD puede convocar regularmente a los órganos correspondientes de las Comunidades Autónomas a 
efectos de cooperación institucional y coordinación de criterios o procedimientos de actuación. Finalmente, si el Director 
de la AEPD constata que el mantenimiento o uso de un determinado fichero de las Comunidades Autónomas contraviene 
algún precepto de esta Ley en materia de su exclusiva competencia puede requerir a la Administración correspondiente 
que se adopten las medidas correctoras que determine en el plazo que expresamente se fije en el requerimiento. Si la 
Administración pública correspondiente no cumpliera el requerimiento formulado, el Director de la Agencia española 
puede impugnar la resolución adoptada por aquella Administración. 
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múltiples los pronunciamientos en que intimidad y protección de datos parecen identificarse 
y/o en los que las facultades integrantes del derecho a la protección de datos se presentan 
como manifestaciones de un nuevo alcance del derecho a la intimidad, que se extendería en 
la actualidad a la protección de cualquier dato personal, aunque no pertenezca a la esfera de 
lo que tradicionalmente se ha considerado "íntimo'. 
En lo que ahora más específicamente nos interesa, el reparto competencial en materia de 
protección de datos, la sentencia de referencia es la 290/2000, en que se ventila un recurso 
de inconstitucional promovido por las Instituciones políticas catalanas contra los preceptos 
de la LORTAD que establecían, en los términos antes expuestos, el respectivo ámbito de com-
petencia de la Agencia española y de las autonómicas, y, por ende, de la instancia competente 
en materia ejecutiva, para el registro de ficheros, la vigilancia y sanción. El Tribunal entró a 
conocer de la cuestión, pese a que en esa fecha la LORTAD ya no estaba en vigor, habiendo 
sido sustituida por la LOPD y salvó su constitucionalidad. La argumentación resulta cierta-
mente farragosa, enrevesada y, en determinados aspectos, discutible. En síntesis, afirma que la 
competencia en materia de protección de datos, contra lo defendido por los recurrentes, no 
es instrumental, esto es, no va anexa a la competencia sobre el sector material a cuyos fines 
se crea el fichero en cuestión, sino que se vincula al propio derecho fundamental, por lo que 
fundamenta la competencia estatal en los artículos 81.1 y 149.1.1 CE. Sostiene que sólo una 
regulación uniforme en todo el territorio nacional puede garantizar la protección de los dere-
chos. Además, añade que la competencia estatal sobre los ficheros ubicados en las Comunida-
des Autónomas derivaría del artículo 149.1.1 CE, que, conforme a una línea jurisprudencial 
conocida y pese a que alude a la "regulación" de las condiciones básicas, "también pueden 
contener, cuando sea imprescindible para garantizar la eficacia del derecho fundamental o 
la igualdad de todos los españoles en su disfrute, una dimensión institucional", constituida, 
en este caso, por una Autoridad, la Agencia española de protección de datos, que ejerce sus 
competencias sobre todo fichero privado cualquiera que sea su ubicación y en cuyo registro 
hay que inscribir todos los ficheros, públicos o privados'. 
(6) Un examen exhaustivo de la jurisprudencia revela que, en realidad, el derecho invocado en los recursos de amparo 
(derecho a la intimidad o derecho a la protección de datos) y analizado por el Tribunal Constitucional está en función de la 
vertiente defensiva o activa que se pretende hacer valer. Esto es, cuando el ciudadano pretende hacer frente a la imposición 
legal de cargas informativas (es decir, a la revelación inconsentida de sus datos personales, por él mismo o por terceros) 
invoca su derecho a la intimidad ex artículo 18.1 CE (con el resultado invariable de que el Tribunal entiende proporcionada 
la injerencia siempre que persiga fin constitucional y el tratamiento posterior se haga con las necesarias garantías, que 
serán precisamente los principios y garantías que integran el derecho a la protección de datos). Por el contrario, cuando 
los datos ya obran en poder de un tercero, público o privado, y el afectado pretende una prestación de éstos, el invocado 
será precisamente el derecho a la protección de datos del artículo 18.4 CE. Desde esta segunda perspectiva, pueden citarse 
la STC 254/1993, de 20 de julio; la serie de sentencias iniciada con la 11/1998, de 13 de enero (y seguida en 1998 
por la 33, 35, 45, 60, 77, 94, 104, 105, 106, 123, 124, 125, 126, 158, 198, 223, y en 1999 por la 30, 44, 45; o la STC 
202/1999, de 8 de noviembre y las trascendentales SSTC 290 y 292/2000, de 30 de noviembre. 
(7) FJ 15°: " (...) De lo anterior se desprende, pues, que la exigencia constitucional de protección de los derechos 
fundamentales en todo el territorio nacional requiere que éstos, en correspondencia con la función que poseen en nuestro 
ordenamiento (artículo 10.1 CE) , tengan una proyección directa sobre el reparto competencial entre el Estado y las 
Comunidades Autónomas ex artículo 149.1.1 CE para asegurar la igualdad de todos los españoles en su disfrute. Asimismo, 
que dicha exigencia faculta al Estado para adoptar garantías normativas y, en su caso, garantías institucionales. A este fin la 
LORTAD ha atribuido a la Agencia de Protección de Datos diversas funciones y potestades, de información, inspección y 
sanción, para prevenir las violaciones de los derechos fundamentales antes mencionados. Y dado que la garantía de estos 
derechos, así como la relativa a la igualdad de todos los españoles en su disfrute es el objetivo que guía la actuación de la 
Agencia de Protección de Datos, es claro que las funciones y potestades de este órgano han de ejercerse cualquiera que sea 
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La argumentación es discutible, especialmente por su contundencia. Esto es, el Tribunal Cons-
titucional no se limita a expresar la conformidad de la solución estatal con la Constitución en 
términos de un control negativo, es decir, de encontrarse dentro de las opciones constitucio-
nalmente posibles, sino que parece afirmar que es una exigencia constitucional y, por ello, la 
única que permite la Constitución, en cuanto sólo ella garantiza la efectividad del derecho y 
la igualdad de todos los españoles. Ahora bien, que eso sea así no es tan evidente. En el plano 
normativo, porque no parece que la competencia estatal para aprobar leyes orgánicas que con-
tengan un desarrollo directo de un derecho fundamental ex artículo 81.1 CE, unida a la que 
permite al Estado regular las condiciones básicas ex artículo 149.1.1 CE, supongan un ago-
tamiento de las posibilidades regulatorias de los legisladores autonómicos, en especial en la 
regulación de la vertiente objetiva o institucional del derecho, como ha reconocido el propio 
Tribunal Constitucional en otros ámbitos. En el plano ejecutivo, porque no resulta en modo 
alguno indiscutible que dichas condiciones básicas no puedan compatibilizarse con sistemas 
más descentralizados que incluyan el reconocimiento de competencias ejecutivas sobre fiche-
ros privados a las Autoridades subestatales (como ocurre, en grados diversos, en Alemania, 
Canadá o Suiza) , integradas, en su caso, dentro de un sistema que permita la coordinación y la 
cooperación. Es más, llevando el razonamiento a una línea de coherencia, no explica por qué, 
por el contrario, se admite la competencia de las Autoridades de control autonómicas sobre 
los ficheros públicos autonómicos —en la LORTAD— y su posterior ampliación a los locales —en. 
la  LOPD—. Es decir, la sentencia, por lo categórico de sus afirmaciones, pareció cercenar de for-
ma absoluta —y a nuestro juicio, indeseable— el ámbito de decisión política competencial sobre 
esta materia, que puede decantarse por el modelo de la LORTAD —control por las Autoridades 
autonómicas sólo de los ficheros autonómicos— por el de la LOPD —incluyendo los locales— o 
por otro que incluya todos los ficheros privados ubicados en la Comunidad Autónoma o bien 
sólo algunos en función de la materia o del ámbito territorial al que se extienda la actividad, 
con mecanismos, en su caso, que aseguren la igualdad y la efectividad en la garantía del de-
recho exigidas constitucionalmente —como ocurre en otros países nada sospechosos de no 
tutelar el derecho a la protección de datos—. Prueba de que las posibilidades razonables son 
varias es la propia existencia de modelos diversos postulados por la doctrina especializada'. 
el lugar del territorio nacional donde se encuentren los ficheros automatizados conteniendo datos de carácter personal y 
sean quienes sean los responsables de tales ficheros". 
(8) Así, alguien tan solvente, ponderado y conocedor del tema como TRONCOSO REIGADA, A. aporta argumentos a favor 
y en contra de la extensión de la competencia autonómica a los ficheros privados. Considera que los ficheros privados, a 
diferencia de lo que ocurre con los públicos autonómicos o locales, desarrollan su actividad en un ámbito normalmente 
superior al de la Comunidad Autónoma, y con frecuentes externalizaciones, lo que dificultaría su control por la Autoridad 
autonómica. El modelo actual sería más sencillo y eficaz, y por tanto, razonable, si bien sería conveniente que la AEPD se 
apoyara en convenios y encomiendas de gestión a las Autoridades autonómicas en la actividad inspectora, lo que sería más 
adecuado que la apertura de delegaciones, que iría en dirección contraria en una etapa caracterizada por la descentralización 
de competencias. Ahora bien, a la vista de la dificultad de la AEPD para controlar todos los ficheros, apuesta como modelo 
ideal a la atribución a las Agencias autonómicas de las competencias sobre algunos ficheros privados: los de pequeñas 
empresas y comercios que desarrollan su actividad en una sola Comunidad Autónoma, junto a la competencia en materia 
de acceso a la información pública (págs. 54-59). Más adelante, pág. 115, resume así su modelo teórico óptimo: "Cualquier 
modelo de distribución competencial tiene que ser claro —que evite conflictos— y comprensible para los ciudadanos, no 
para doctores en Derecho administrativo. Hemos defendido que en aras de una mayor simplicidad dentro del ámbito de la 
protección de datos personales hay que procurar evitar la duplicidad de autoridades de control sobre el mismo responsable 
del fichero al tiempo que se aplica el régimen jurídico adecuado a cada fichero. Lo más adecuado, por la claridad que 
supone, es que la determinación del ámbito competencial se haga en virtud del responsable. Por eso, las Administraciones 
Autonómicas y Locales tienen ficheros públicos y su autoridad de control sería la Agencia Autonómica. Un ente público 
que recurre al Derecho privado sería una Administración pública con ficheros de titularidad pública cuya autoridad de 
control sería la Agencia Autonómica. Las sociedades mercantiles públicas son parte de la Administración Institucional y 
deben ser controladas por las Agencias Autonómicas —también pueden ser controladas por la Agencia Española— y sus 
Y 
doctrina 
Todos los modelos que garanticen los principios antedichos deberían ser posible objeto de 
decisión política, dentro del respeto al marco constitucional y estatutario'. 
5. LA CREACIÓN DE AGENCIAS AUTONÓMICAS POR LEYES AUTONÓMICAS 
Y LA DELIMITACIÓN DE SU ÁMBITO DE ACTUACIÓN 
Hasta el momento, se encuentran en vigor tres leyes autonómicas en materia de protección 
de datos, la madrileña, la catalana y la vasca, que han creado las respectivas Agencias autonó-
micas, todas ellas aprobadas antes del actual proceso de reforma estatutaria y apoyadas, por 
tanto, en la propia delimitación competencial operada por el artículo 41.1 LOPD' °. Y ello por 
ficheros siguen el régimen de Derecho privado. Los encargados de tratamiento privados de ficheros públicos así como las 
empresas privadas que desarrollan funciones públicas son sujetos privados a los que se les aplica el régimen jurídico de 
los ficheros privados y deben ser controlados por la Agencia Española (...) Si se pretende incrementar las competencias de 
las Agencias autonómicas esto se puede hacer también desde una perspectiva del tipo de sujeto, por ejemplo, atribuyendo 
a las Agencias Autonómicas el control del pequeño comercio (...). En todo caso, una Comunidad Autónoma no es más o 
menos por desarrollar más o menos competencias sino por la calidad del servicio que presta a los ciudadanos". LUCAS 
MURILLO DE LA CUEVA, E. defiende la extensión de las funciones de las Agencias autonómicas "sobre un espectro 
más amplio de ficheros, que podría alcanzar a los de titularidad privada cuando tengan relación con las materias de 
competencia de la respectiva Comunidad Autónoma". Pone de relieve cómo en la jurisprudencia constitucional el artículo 
149.1.1 de la Constitución tiene un alcance fundamentalmente normativo. La tesis asumida por la STC 290/2000 estaría 
más motivada por razones de orden práctico que por la coherencia con la anterior doctrina sobre el artículo 149.1.1 CE 
y con las reglas generales del reparto de competencias. "Ese objetivo superior quizá haya de apoyarse, por ahora, en una 
organización con un alto grado de centralización y de intensa colaboración entre Agencias, pero esa fórmula creo que ha 
de entenderse como una solución propia de una fase de transición y no como algo definitivo e irrevisable. La consolidación 
de las Agencias autonómicas y de la capacidad protectora del sistema en su conjunto podrá contribuir seguramente a ello 
de modo que el artículo 149.1.1 CE recobre su dimensión normativa y no se prolongue más de lo debido una situación 
que la propia STC 290/2000 reviste de excepcionalidad" (págs. 144-150). VILLAVERDE MENÉNDEZ, I. considera que las 
Agencias autonómicas deberían extender sus competencias a los ficheros públicos de titularidad autonómica y local, y a 
todos los privados radicados en su territorio y afectos a actividades de competencia autonómica (pág. 161). Para COTINO 
HUESO, L., " (...) sería pensable atribuir funciones más o menos limitadas a las autoridades autonómicas respecto de 
ficheros privados (e incluso públicos estatales en el territorio). Respecto de estos ficheros ahora excluidos las autonomías 
podrían asumir desde funciones de asistencia más próxima, información y asesoramiento, supervisión inicial sin perjuicio 
de una supervisión estatal, hasta la gestión y registro, inspección, etc. Las posibilidades podrían ser muchas y graduales, 
siempre condicionadas por la voluntad del legislador estatal y la interpretación constitucional" (pág. 186). 
(9) En este mismo sentido se pronuncian TRONCOSO REIGADA, A., pág. 43 o VILLAVERDE MENÉNDEZ, I., pág. 158. 
(10) La primera fue creada por la Ley madrileña 13/1995, de 21 de abril, de regulación del uso de la informática en el 
tratamiento de datos personales por la Comunidad de Madrid, sustituida por la Ley madrileña 8/2001, de 13 de julio, 
de protección de datos de carácter personal en la Comunidad de Madrid. La segunda, por la Ley catalana 5/2002, de 19 
de abril, de la Agencia Catalana de Protección de Datos. La tercera, por la Ley vasca 2/2004, de 25 de febrero, de ficheros 
de datos de carácter personal de titularidad pública y de creación de la agencia Vasca de Protección de Datos. Todas estas 
Comunidades han aprobado los correspondientes Estatutos reguladores de sus Agencias. La Disposición Adicional Segunda 
de la Ley Foral 11/2007, de 4 de abril, para la implantación de la Administración electrónica en la Comunidad Foral de 
Navarra prevé la creación de la Agencia Navarra de Protección de Datos. En Andalucía el Grupo parlamentario popular 
presentó en la VI legislatura la proposición de ley 6-03/PPL-000008, de creación de la Agencia Andaluza de Protección 
de Datos. Tras obtener la calificación favorable y la admisión a trámite por la Mesa del Parlamento, fue remitida al Consejo 
de Gobierno en cumplimiento del trámite previsto en el artículo 124.2 del Reglamento del parlamento de Andalucía. 
El Consejo de Gobierno manifestó su criterio contrario a la toma en consideración y la propuesta decayó. El Consejo de 
Gobierno alegó que " (...) no es viable la tramitación de una proposición de ley de creación de un organismo como la 
Agencia Andaluza de Protección de Datos, especialmente cuando no hay razones de necesidad ni de oportunidad que 
justifiquen su existencia en estos momentos, teniendo presente que sus funciones han de limitarse a un ámbito muy 
concreto, los ficheros creados o gestionados por la Comunidad Autónoma y por las Entidades Locales de su territorio, de 
conformidad con la Ley Orgánica 15/1999, de 13 de diciembre, que garantiza plenamente los derechos de los ciudadanos. 
Estos motivos, unidos a los defectos y contradicciones de que adolece el texto de la proposición de ley llevan a manifestar 
un criterio contrario a su toma en consideración". Estos defectos se referían a la configuración como organismo 
autónomo, contradictoria con caracterización de la Agencia como organismo independiente de la Junta de Andalucía, y 
diferente a la forma elegida por las Comunidades Autónomas de Madrid y Cataluña, únicas que por aquel entonces habían 
creado su propia Agencia. Resaltaba, además, que la propuesta no iba acompañada de memoria explicativa de los medios 
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cuanto, conforme a los principios constitucionales, al no haber sido asumida la materia "pro-
tección de datos" por los Estatutos ni tratarse de una actividad instrumental —concepción esta, 
como vimos, descartada por el Tribunal Constitucional— toda la competencia, tanto legislativa 
como ejecutiva, había de reputarse estatal por el juego de la cláusula de supletoriedad del 
artículo 149.3 CE. 
Como notas más destacables de las regulaciones existentes hasta el presente puede señalarse 
que el legislador autonómico se ha limitado a reproducir algunos preceptos de la normativa 
estatal, tanto de la parte orgánica como de la que carece de dicho rango, y a habilitar a los Go-
biernos autonómicos para el desarrollo reglamentario de los procedimientos de declaración e 
inscripción de ficheros y de control y tutela". El legislador anterior a los nuevos Estatutos de 
Autonomía parece haber extraído como conclusión de la legislación estatal y de su refrendo 
por la jurisprudencia constitucional que su margen competencial se reduce básicamente a la 
creación y regulación de Agencias autonómicas competentes en materia de ficheros creados o 
gestionados por la Administración autonómica y local, y al desarrollo de algunos aspectos rela-
cionados con la creación de ficheros públicos en su ámbito de actuación'. En la interpretación 
de dicho ámbito existían algunas divergencias relevantes. Lo cierto es que a la dificultad de 
discernir cuál sea exactamente el ámbito de actuación de las Agencias autonómicas puestas de 
manifiesto por dichas disparidades —en un momento en que los Estatutos nada habían previsto 
y por tanto la medida de la competencia autonómica venía dada, exclusivamente, por la opción 
del legislador estatal reflejada en el artículo 41.1 CE— se le une la complejidad de discernir 
cuándo a un tratamiento bajo la competencia ejecutiva de dichas Agencias autonómicas había 
de aplicársele el régimen de los ficheros públicos o el de los ficheros privados, pues, a la vista de 
la regulación estatal y de las autonómicas, no es tan evidente que el ámbito de competencia de 
las Agencias autonómicas quede reducido tan sólo a ficheros públicos de ámbito territorial au-
tonómico". La actual normativa presenta, pues, no pocos puntos oscuros en torno al régimen 
de financiación del nuevo organismo. Consideraba asimismo excesivo el plazo de seis meses previsto para la contestación 
de las reclamaciones de los interesados. 
(11) Al respecto, es significativo que la Ley vasca reproduce literalmente el sistema de infracciones y sanciones estatal. 
(12) Resulta elocuente que el legislador madrileño, que había ido más allá en la Ley de 1995, fue mucho más contenido 
en su nueva regulación de 2001, ya posterior a la LOPD y a la STC 290/2000. 
(13) Así, la legislación madrileña y la vasca siguieron un criterio orgánicó que incluye los entes con personificación 
pública —si bien en el caso del País Vasco, sólo cuando los ficheros son creados para el ejercicio de potestades de Derecho 
público— y las Universidades públicas. Respecto de las Corporaciones de Derecho Público, se incluyeron los ficheros 
destinados al ejercicio de funciones públicas. La legislación catalana fue mucho más lejos, e incluyó también a los entes 
dependientes de Administraciones públicas con personificación privada, a las entidades privadas que prestan servicios 
públicos, a las Corporaciones de Derecho público —sin limitarse expresamente a los ficheros para el ejercicio de funciones 
públicas— y a las Universidades privadas, en clara contradicción con el artículo 41.1 de la LOPD. Paradójicamente, la única 
ley que ha previsto expresamente la posibilidad de imponer sanciones económicas —por entender, debe colegirse, que 
entran en su ámbito de competencia algunos ficheros privados— es la vasca, no así la madrileña ni, sorprendentemente, 
la catalana. Por lo demás, la LOPD atribuye a las Agencias autonómicas el control no sólo de los ficheros gestionados sino 
también de los creados por la Administración autonómica y local, lo que plantea el problema de determinar la Autoridad 
competente y el régimen jurídico aplicable a las empresas privadas que realizan tratamientos de datos obrantes en ficheros 
públicos por cuenta de aquéllas, como encargada del tratamiento en los términos del artículo 12 LOPD. Conforme 
dispone dicho artículo, cuando se produce un incumplimiento de los términos del encargo, se considera al encargado 
como responsable del tratamiento, lo que parece conducir a aplicarles el régimen de los ficheros privados, que incluye la 
imposición de sanciones económicas, pero ello plantea cuál sea la autoridad competente, puesto que, como señalamos, 
ni la ley madrileña ni la catalana lo prevén expresamente. ¿Pueden, pese a ello, sancionar? ¿Ha de entenderse que se trata 
de un fichero privado cuyo control compete a la Agencia española? El tema no es pacífico, ambas opciones cuentan con 
argumentos a favor y en contra, y se complica aun más si se tiene en cuenta que la empresa encargada del tratamiento 
puede realizarlo fuera del ámbito territorial de la Comunidad Autónoma por cuya cuenta lo hace. 
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jurídico aplicable y de roce en cuanto al ámbito de competencia de las AEPD y de las Agencias 
autonómicas". Por lo demás, la normativa autonómica ha establecido la obligación de sus res-
pectivas Agencias de colaborar con la estatal y con las restantes autonómicas. 
6. EL REPARTO DE COMPETENCIAS A LA LUZ DE LOS NUEVOS ESTATUTOS 
DE AUTONOMÍA 
Los nuevos Estatutos de Autonomía se refieren, con la única excepción del valenciano y de la 
propuesta vasca que fue rechazada, a la materia "protección de datos" de forma eso sí relati-
vamente heterogénea'''. 
El reconocimiento del derecho a la protección de datos es general en los Estatutos ya apro-
bados —como los de Cataluña (artículo 31), Andalucía (artículo 3 2) , Baleares (artículo 28), 
Aragón (artículo 16.3)— o en las propuestas en tramitación —como las de Castilla y León 
[artículo 12.d)] y Castilla-La Mancha [artículo 12.0]— no así en la de Canarias. Sus términos 
difieren parcialmente tanto en su contenido material —en todos se incluye el acceso y rectifi-
cación, pero no en todos la cancelación"— como en su ámbito de aplicación'. La inclusión de 
derechos en los Estatutos plantea problemas generales de dogmática constitucional, sobre su 
pertinencia y su efecto, en los que no podemos entrar". 
El citado reconocimiento de dichos derechos se refiere a un determinado ámbito de aplica-
ción, pero también aquí hay diferencias, ya que mientras que el catalán se limita a señalar que 
se refiere a los ficheros competencia de dicha Comunidad Autónoma, los demás delimitan 
dicho ámbito sin un perfecto paralelismo con el ámbito de competencias definido en aquella 
sede, salvo en el caso balear'', lo que ha de reputarse el resultado de una deficiente técnica 
legislativa. 
(14) Una exposición completa en TRONCOSO REIGADA, A. , op. cit. , págs. 61-106. 
(15) Así, junto con el de Andalucía, artículos 31 y 156 de la Ley Orgánica 6/2006, de 19 de julio, de reforma del 
Estatuto de Autonomía de Cataluña; 1/2007, de 28 de febrero, de reforma del Estatuto de Autonomía de las Illes Balears; 
y artículo 75 de la Ley Orgánica 5/2007, de 20 de abril, de reforma del Estatuto de Autonomía de Aragón. Se encuentran 
en tramitación parlamentaria las propuestas de reforma de los Estatutos de Autonomía de Canarias, Castilla-La Mancha y 
Castilla y León. 
(16) A la que no se alude en el de Cataluña ni en el de Castilla-La Mancha. 
(17) Como dijimos, el derecho no se encuentra formulado como tal de forma expresa en la Constitución, y menos aun 
una definición de éste, que ha sido llevada a cabo, como vimos, con pretensiones de generalidad, en la STC 292/2000, 
Como elemento de comparación, resulta pertinente apuntar que la Carta Europea de Derechos Fundamentales reconoce 
este derecho en su artículo 8 en los siguientes términos: "1. Toda persona tiene derecho a la protección de los datos 
de carácter personal que la conciernan. 2. Estos datos se tratarán de modo leal, para fines concretos y sobre la base del 
consentimiento de la persona afectada o en virtud de otro fundamento legítimo previsto por la ley. Toda persona tiene 
derecho a acceder a los datos recogidos que la conciernan y a su rectificación. 3. El respeto de estas normas quedará sujeto 
al control de una autoridad independiente". 
(18) Un interesante debate ha tenido lugar en la Revista Española de Derecho Constitucional (DÍEZ-PICAZO PONCE DE LEÓN, 
L. M., "¿Pueden los Estatutos de Autonomía declarar derechos, deberes y principios?", núm. 78, 2006; CAAMAÑO 
DOMÍNGUEZ, F. M., "Sí, pueden (declaraciones de derechos y Estatutos de Autonomía", núm. 79, 2007). 
(19) Así, el EA de Andalucía se refiere a los datos personales "en poder de las Administraciones públicas andaluzas", 
mientras que en su ámbito de competencias previsto en el artículo 82 se refiere a los datos "gestionados por las instituciones 
autonómicas de Andalucía, Administración autonómica, Administraciones locales, y otras entidades de derecho público y 
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En lo que hace, propiamente, a las previsiones de reparto competencial lo primero que cabe 
destacar es que dichos Estatutos han respetado en lo sustancial el diseño realizado por la LOPD 
y refrendado por el Tribunal Constitucional, apurando, eso sí, las interpretaciones más favora-
bles —en ocasiones, de forma claramente excesiva— pero sin "atreverse" a optar por un modelo 
distinto, en particular, por la asunción de competencias ejecutivas sobre ficheros privados 
desvinculados de toda relación con las Administraciones Públicas. Es decir, siendo posible 
concebir en abstracto la asunción de dichas competencias, como ha ocurrido en otros Estados 
compuestos, el estatuyente ha "preferido" agotar las posibilidades del modelo estatal previo. 
No hay que olvidar al respecto, claro está, que los Estatutos son el resultado de un proceso 
negociador, especialmente complejo en el caso del reparto competencial, y que, por tanto, ello 
no significa que la voluntad inicial de todos los Parlamentos autonómicos haya sido ésa, y de 
hecho, el Estatuto de Cataluña, que ha sido el primero en incorporar la protección de datos 
y el que ha llegado más lejos, era inicialmente mucho más ambicioso, incluyendo todos los 
ficheros privados ubicados en el ámbito territorial de dicha Comunidad Autónoma. Sin duda, 
ha contribuido a ello el pronunciamiento tajante de la STC 290/2000, que, como vimos, y 
de forma discutible, parecía considerar que el modelo de reparto concebido por el artículo 
41.1 LOPD era el único que podía garantizar el derecho a la protección de datos y la igualdad 
básica en su disfrute, por lo que parecía deducirse el riesgo de que cualquier otro reparto, 
incluso decidido en el proceso estatuyente, podría haber sido considerado inconstitucional 
por ser contrario a la igualdad atentar contra la competencia exclusiva del Estado del artículo 
149.1.1 CE en su diseño actual por la LOPD o el que pudiera incorporar, en el mismo sentido, 
una nueva ley de protección de datos. 
Hay que señalar que también en sede competencial se reproduce la asimetría. Casi todos los 
Estatutos y las propuestas recogen la competencia autonómica de desarrollo legislativo —con 
frecuencia apelando impropiamente al esquema legislación básica/legislación de desarrollo, 
como en el caso balear, aragonés o castellano-leonés— y ejecución en materia de protección de 
datos2°. Sin embargo, los Estatutos catalán y andaluz tan sólo se refieren a la competencia eje-
cutiva, entendiendo, parece deducirse, que la competencia legislativa está monopolizada por 
el Estado por el juego de los artículos 81.1 y 149.1.1 CE, esto es, que la normación en tanto 
materia reservada a Ley Orgánica por ser desarrollo directo del derecho y en tanto materia 
reservada a Ley ordinaria estatal por referirse a las condiciones básicas, no deja hueco para una 
regulación autonómica propia, más allá de la organizativa. 
En lo que hace al ámbito de actuación de dichas competencias, las formulaciones son variadas. 
Mayoritariamente engloban los ficheros creados y/o gestionados por las Administraciones 
privado dependientes de cualquiera de ellas, así como por las universidades del sistema universitario andaluz". El EA de 
Aragón se refiere a "las bases de datos de las Administraciones Públicas aragonesas y las empresas privadas que trabajen 
o colaboren con ellas", mientras que su ámbito de competencias diseñado en el artículo 75.5 se refiere a "los ficheros 
creados o gestionados por las instituciones públicas de Aragón". El proyecto castellano-leonés refiere el derecho a los datos 
"contenidos en ficheros dependientes de la Administración autonómica", mientras que sus competencias se extienden, 
conforme al artículo 71.1.2 a los datos "que estén bajo la responsabilidad de las instituciones de la Comunidad, de los 
entes locales y de cualquier entidad pública o privada dependiente de aquéllas". Finalmente, la propuesta de Castilla-La 
Mancha refiere el derecho a los datos "contenidos en los ficheros de la Junta de Comunidades" mientras que su artículo 
113.2 refiere sus competencias a los datos "gestionados por el sector público de Castilla-La Mancha". 
(20) En el caso castellano-manchego se alude ambiguamente a que la Junta de Comunidades "tiene atribuida la protección 
de datos" (artículo 113.1 de la propuesta). 
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públicas autonómicas o locales de su ámbito teritorial, y los entes de cualquier clase creados 
o vinculados a ellas, incluyendo en unos casos y en otros no a las Universidades privadas, 
pero la disparidad de formulaciones hace que en unos casos queden englobados los ficheros 
de las Universidades privadas y en otros no (en cuyo caso, pertenecería al Estado por tratarse 
de ficheros privados conforme a la LOPD, que es el entendimiento actual que hace el Estado 
del alcance de su competencia) ; y que en unos casos se incluya a los ficheros creados pero 
no gestionados por dichas entidades y en otros no (en cuyo caso, la competencia ejecutiva 
sobre los ficheros gestionados por encargados de tratamiento privados pertenecería al Estado 
por el juego del artículo 149.3, bien que puede considerarse que, en la medida en que no se 
modifique la LOPD o la norma que la derogue, mantenga su regulación en este punto, al atri-
buir ésta a las Agencias autonómicas el control de los ficheros "creados y gestionados" estaría 
produciendo una ampliación de la competencia asumida estatutariamente) 2   . Mención aparte 
merece el EA catalán, que dedica un extenso artículo, el 156, a regular con detalle dicho ámbi-
to de actuación, dando cobertura a aquellas previsiones de su Ley que, como señalamos, eran 
de dudosa compatibilidad, cuando no abiertamente contrarias, con el artículo 41.1 LOPD, 
pero que ahora se reputan cubiertas por el nuevo bloque de la constitucionalidad, a expensas, 
en éste como en los demás casos, de lo que pueda determinar el Tribunal Constitucional al 
respecte y en concreto, respecto de su compatibilidad con la definición estatal de la necesaria 
igualdad en las condiciones básicas ex artículo 149.1.1 CE'. 
Las consecuencias de la concreta fórmula elegida son, desde luego, importantes, pues, como 
puede comprobarse, dan respuestas diversas a la extensión o no de la competencia autonómi-
ca. Los EEAA, en general, aunque no de modo uniforme, han extendido el ámbito de compe-
tencia ejecutiva autonómica respecto de supuestos que la LOPD dejaba en cierta indefinición, 
cuando no claramente excluidos, como, mayoritariamente, los entes de derecho privado de-
pendientes de la Administración autonómica o local, y, en algunos casos, las Universidades 
(21) Unos refieren su ámbito a los datos de carácter personal, gestionados por las instituciones autonómicas de Andalucía, 
Administración autonómica, Administraciones locales y otras entidades de derecho público y privado dependientes 
de cualquiera de ellas, así como por las universidades del sistema universitario andaluz" (artículo 82 del EA andaluz); 
"los ficheros de titularidad de las Administraciones públicas de la Comunidad Autónoma y los entes u organismos de 
cualquier clase vinculados o dependientes de éstas" (artículo 31.14 del EA balear) ; otros a los "creados o gestionados 
por las instituciones públicas de Aragón" (artículo 75.5 del EA aragonés) ; a los datos "gestionados por las instituciones 
autonómicas de Canarias, Administración autonómica, administraciones locales y otras entidades de derecho público y 
privado dependientes de cualquiera de ellas, así como por las universidades del sistema universitario canario" (artículo 87 
de la propuesta canaria); a los datos "que estén bajo la responsabilidad de las instituciones de la Comunidad, de los entes 
locales y de cualquier entidad pública o privada dependiente de aquéllas" (artículo 71.2 propuesta castellano-leonesa) o a 
los datos "gestionados por el sector público de Castilla-La Mancha" (artículo 113.1 EA castellano-manchego). 
(22) Artículo 156. Protección de datos de carácter personal. "Corresponde a la Generalitat la competencia ejecutiva en materia de 
protección de datos de carácter personal que, respetando las garantías de los derechos fundamentales en esta materia, 
incluye en todo caso: a) La inscripción y el control de los ficheros o los tratamientos de datos de carácter personal 
creados o gestionados por las instituciones públicas de Cataluña, la Administración de la Generalitat, las administraciones 
locales de Cataluña, las entidades autónomas y las demás entidades de derecho público o privado que dependen de 
las administraciones autonómica o locales o que prestan servicios o realizan actividades por cuenta propia a través de 
cualquier forma de gestión directa o indirecta, y las universidades que integran el sistema universitario catalán. b) La 
inscripción y el control de los ficheros o los tratamientos de datos de carácter personal privados creados o gestionados por 
personas físicas o jurídicas para el ejercicio de las funciones públicas con relación a materias que son competencia de la 
Generalitat o de los entes locales de Cataluña si el tratamiento se efectúa en Cataluña. c) La inscripción y el control de los 
ficheros y los tratamientos de datos que creen o gestionen las corporaciones de derecho público que ejerzan sus funciones 
exclusivamente en el ámbito territorial de Cataluña. d) La constitución de una autoridad independiente, designada por 
el Parlamento, que vele por la garantía del derecho a la protección de datos personales en el ámbito de las competencias 
de la Generalitat". 
	 [16] 	  
	  La protección de datos en los Estatutos de Autonomía 
privadas y los ficheros privados de las Corporaciones de Derecho Público, que no pueden 
considerarse creados ni gestionados por Administraciones públicas, y sobre los que por tanto 
habrá de aplicarse el régimen de los ficheros privados diseñado por la LOPD, muy diferente 
del de los públicos, y el régimen de sanciones económicas. 
Ha de reseñarse que la mayor parte de los Estatutos, pero no todos —caso andaluz, balear o 
canario—, prevé la existencia de una Autoridad independiente autonómica de control, bien 
como institución necesaria —caso catalán [artículo 31, in fine y 156.d)] y castellano-manchego 
(artículo 113.2)—; potestativa —caso castellano-leonés [artículo 12.d)]—; o como mera com-
petencia sin pronunciarse sobre el particular —caso aragonés (artículo 75.5)—. En todo caso, 
hay que afirmar que, por una parte, la falta de previsión estatutaria no impide su creación y, 
por otra, que no sólo la LOPD —cuya vinculatoriedad a estos efectos puede discutirse— sino 
la Directiva comunitaria y la propia STC 290/2000 han establecido la necesaria existencia de 
una Autoridad independiente de control, de tal forma que la asunción de competencias ejecu-
tivas implica su necesaria creación. Dicha institución es denominada en unos casos Agencia de 
Protección de datos —casos aragonés, castellano-leonés— y denominándose en otros genérica-
mente como Autoridad independiente —caso catalán y castellano-manchego—. Habida cuenta 
de la polivocidad del término "agencia" —no siempre dotadas de estatus de independencia— y 
de la existencia de otras posibilidades que conoce el Derecho comparado —como residenciar 
el control en el Defensor del Pueblo o, lo que nos parece muy oportuno, atribuirle también 
funciones de autoridad de acceso a la información administrativa, a semajanza de las autori-
dades provinciales canadienses— la segunda opción puede revelarse más adecuada, pese a que 
sea la de Agencia la denominación utilizada por la propia Agencia española de protección de 
datos. Algunos EEAA añaden previsiones adicionales, como la creación necesariamente por 
Ley —casos castellano-leonés y castellano-manchego— o, específicamente, en el caso catalán, 
la designación parlamentaria de dicha Autoridad, contra lo que ha sido hasta hoy el modelo 
uniforme de designación gubernamental tanto a nivel estatal como autonómico. Nótese, por 
lo demás, que ningún Estatuto establece la necesaria figura de un Director o Directora como 
órgano unipersonal ejecutivo, por lo que hay libertad de configuración legal. 
El Estatuto catalán, el andaluz y la propuesta de Estatuto canario prevén la participación de la 
Comunidad Autónoma en la designación de los miembros de la Agencia Española de Protec-
ción de Datos —esta última, curiosamente, a la par que no prevé estatutariamente la existencia 
de una autoridad autonómica23—. La forma de participación queda a la legislación estatal. 
Como puede observarse, entre los Estatutos, se dan disparidades e incluso contradicciones 
internas que ponen de relieve la falta de un modelo claro y uniforme, que se compatibilizan, 
sin embargo, con una falta de decisión a asumir competencias más allá (o mucho más allá) de 
lo que les reservara en su día la legislación estatal, probablemente "intimidados" por la con-
tundencia del pronunciamiento del Tribunal Constitucional en su Sentencia 290/ 2000 24. 
(23) Artículos 182 del EA catalán —con la fórmula ambigüa "designa o participa en los procesos de designación" utilizada 
por dicho Estatuto, cuya redacción inicial utilizaba sólo "designa"— y 87.1.3 y 125.3 del Estatuto canario —éste sí aludiendo 
tan sólo a la participación—. 
(24) Sobre el atípico proceso de reforma estatutaria y la falta de un modelo, ya advirtió críticamente, ORTEGA, L., Reforma 
constitucional y reforma estatutaria, Thomsom-Civitas, 2005. 
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7. RECAPITULACIÓN 
Como balance, podemos resumir así las claves actuales del reparto competencial de la materia 
"protección de datos" entre el Estado y las Comunidades Autónomas: 
1) Ni la Constitución ni los Estatutos de Autonomía se refirieron al reparto de competencias 
sobre "protección de datos". 
2) El legislador estatal, al aprobar la LORTAD y posteriormente la LOPD, desarrolló el derecho 
a la protección de datos y reguló su vertiente objetiva, incluyendo la extensión de la posible 
competencia ejecutiva de las Agencias autonómicas, limitadas a los ficheros públicos de su 
ámbito territorial. 
3) Este diseño estatal recibió la bendición del Tribunal Constitucional, que consideró que el 
derecho a la protección de datos es un derecho fundamental cuya regulación corresponde al 
Estado en virtud de los artículos 81.1 y 149.1.1 de la Constitución, y que, además, y en virtud 
de este segundo precepto, pareció argumentar que debe (y no tan sólo "puede") reservarse al 
Estado la competencia ejecutiva respecto de todos los ficheros privados, lo que probablemen-
te fue un exceso de "constitucionalización" de una decisión en esencia política susceptible de 
posiciones diversas y alteraciones en el tiempo. 
4) Las pocas Comunidades Autónomas que han creado hasta el momento su propia Agencia 
de Protección de Datos han "acatado" el reparto de competencias previsto en la LOPD, apu-
rando en algún caso de forma excesiva el posible margen de interpretación del concepto de 
"fichero de las Administraciones Públicas". 
5) Los nuevos Estatutos o los proyectos en tramitación han asumido mayoritariamente com-
petencias sobre protección de datos y se han sentido vinculados por el modelo diseñado por 
la legislación estatal y ratificado por el Tribunal Constitucional, pero apurando y excedién-
dose en ocasiones de sus límites y con redacciones distintas que dan un alcance diverso a las 
competencias ejecutivas de la Agencia española de protección de datos en cada Comunidad 
Autónoma. Todo ello, combinado con la inexistencia de criterios claros para delimitar los 
conceptos de fichero público y fichero privado y aplicar, en consecuencia, el régimen jurídi-
co oportuno, y sumado a que un mismo sujeto puede ser responsable de ficheros de ambos 
tipos y estar, además, bajo el control de dos Agencias diferentes, lleva a un resultado bastante 
insatisfactorio desde el punto de vista de la seguridad jurídica y de la eficacia del Derecho. 
6) Ni las leyes autonómicas ni los Estatutos han extendido la competencia de las Autoridades 
autonómicas de control a la materia de acceso a la información administrativa, de lo que hay 
ejemplos en el modelo comparado y hubiera sido, a nuestro juicio, muy deseable, máxime 
cuando su ámbito sustancial de actuación se refiere, precisamente, a ficheros públicos. 
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