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Заключение. Таким образом, в ходе работы были представлены этапы проектирования видеоси-
стем, а так же была рассмотрена разработанная в AutoCAD система видеонаблюдения и выявлено обору-
дование, затраченное на её создание. 
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Все чаще в повседневной жизни мы сталкиваемся с системами пропусков: на работе, в школе, в 
университете, на парковке и т. д. Один из способов осуществление пропуска это – RFID (Радио Частот-
ная Идентификация). 
Идея RFID заключается в использовании специальных малогабаритных радиочастотных схем в 
компактных метках, идентифицирующих с помощью радиоволн дистанционно. 
Цель работы – разработать устройство управления электронным замком, с подержанием удален-
ного информирования (т. е. оповещающие сообщения на почту или телефон об объекте). 
Материал и методы. В качестве материала изучения рассматриваются программные и техниче-
ские средства создания устройств, предназначенных для пропускной системы. К числу основных мето-
дов исследования относятся общенаучные методы (системный анализ, синтез, эксперимент), изучение 
технической литературы. 
Результаты и их обсуждение. В качестве платформы было выбрано NODEMCU на базе микро-
контроллера ESP8266 (ESP-12e) (Рисунок 1). 
 
Рисунок 1 – Виды ESP8266 
 
Технические характеристики модуля: 
 Диапазон рабочих температур от -40С до 125С;  
 тактовая частота 80 МГц, 32-битный процессор; 
 поддержка WiFi протоколов 802.11 b/g/n 
 встроенный стек TCP/IP 
 выходная мощность +20.5 дБм в режиме 802.11b 
 Номинальное напряжение: 3,3 В 
 Входное напряжение: 3,7–20 В 
 Максимальный потребляемый ток: 220 мА[1] (взята из интернет ресурсов) Ре
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Помимо ESP8266, в устройстве используются RFID-RC522 (Рисунок 2) 
 
Рисунок 2 – Модуль RFID-RC522 
 
Технические характеристики модуля: 
Питание: 
Напряжение 3,3 B 
Ток потребления в режимах  
обычный не более 26 мA 
наибольший 30 мА 
Частота HF 13,56 МГц 
Частотная полоса 13,55–13,57 МГц  
Расстояние считывания 0–25 мм [2] (взята из интернет ресурсов). 
Компоненты устройства: 
1. ESP8266 (ESP-12e)  
2. RFID-RC522 
3. Электронная щеколда (в проекте использовался сервопривод) 
4. Любой 5В источник питания 
Компоненты данного устройства имеют меньшую стоимость со своими аналогами (idmatic, RFID 
UHF), а также имеется развернутая и понятная документация [3], множество способов запрограммиро-
вать систему для работы. 
Область применения системы: 
– Интеграция в системы умного дома (полки, шкафы и т.д.). 
– Предприятия. 
Заключение. Реализован рабочий прототип устройства. К сожалению, технические требования 
обусловленные ГОСТ накладывают существенные ограничения на применение данного устройства в 
производстве, тем неимение, для небольших проектов, исходя из соотношение цена/качество, они явля-
ются приемлемым вариантом. 
 
Литература 
1. ARDUINO проект [Электронный ресурс] / Блог. NodeMcu v3 и работа в Arduino IDE – Германии, 2014. – Режим доступа: 
http://arduino-project.net/nodemcu-v3-arduino-ide/ – Дата доступа: 12.02.2018. 
2. Обзор товаров из интернет-магазинов - MYSKU.ru. [Электронный ресурс] Считыватель карточек RFID RC522 в домашнем 
хозяйстве – Германия, 2011. – Режим доступа https://mysku.ru/blog/aliexpress/23114.html – Дата доступа: 12.02.2018. 
3. ESP8266 - Сообщество разработчиков [Электронный ресурс] / Документация – России, 2014. – Режим доступа: 
https://esp8266.ru/forum/resources/ – Дата доступа: 12.02.2018. 
 
 
Ре
п
зи
ор
ий
 В
ГУ
