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El Banco de la República ha establecido como lineamiento en su plan 2013-2016 la 
“gestión de la información como un activo estratégico y fuente de conocimiento” 
(Banco de la República, 2013), estableciendo directrices y políticas internas, y con el 
fin de desplegar un sistema de gestión para la información corporativa.  
El propósito general se fundamenta en “fortalecer la gestión de información para 
soportar la toma de decisiones, la rendición de cuentas y la difusión al público, con el 
mejor aprovechamiento de las tecnologías de la información.” (Banco de la 
República, 2013). 
1. Planteamiento del problema 
1.1. Definición del problema 
 ¿Cuáles son las áreas, los roles y las responsabilidades requeridas para fortalecer la 
gestión de información corporativa? 
 ¿Cuáles son las capacidades actuales que tiene el Banco para gestionar la 
información? 
 ¿Qué capacidades se requieren fortalecer o desarrollar en el Banco, con respecto a la 
gestión de información? 
 ¿Cómo impacta la estructura organizacional y la cultura corporativa en el desarrollo 
de estas capacidades?  
1.2. Objetivo 
Identificar las necesidades de desarrollo de las capacidades potenciales requeridas 
para la correcta y eficiente gestión de la información en la entidad. 
1.2.1. Objetivos específicos 
 Identificar  y analizar las capacidades que el Banco tiene actualmente relacionadas 
con la gestión de información. 
 Reconocer cuales son los procesos, áreas, funciones, roles y recursos que están 
vinculados con la gestión de información 
 Determinar cómo la cultura corporativa y la estructura organizacional impacta en el 
desarrollo de las capacidades potenciales.  
 Identificar cuáles son las oportunidades de mejora para fortalecer las capacidades 
existentes y/o desarrollar nuevas capacidades requeridas para la gestión de la 
información.  
1.3. Alcance 
Identificar y analizar las capacidades existentes en el Banco relacionadas con la 
gestión de información y el impacto que genera en la toma de decisiones, proponer 
oportunidades de mejora realizables, para desarrollar las capacidades potenciales 
requeridas para garantizar la disponibilidad, continuidad y calidad de los servicios 
asociados con la gestión de información. 
1.4. Audiencia 
Este documento hace referencia a información pública de la entidad, y al análisis de  
personal sobre la misma, como caso de estudio, y únicamente con  fines académicos.  
 
2. Fundamento teórico 
2.1. Marco de  gobierno de la gestión de información  
La entidad determinó la estructura de autoridad encargada de tomar las decisiones 
pertinentes en cuanto la gestión de la información y en cual se establecen los roles y 
responsabilidades. Se estableció en el nivel táctico y en el nivel de operación a los 
responsables de proveer los servicios requeridos para gestionar la información a la 
Dirección General de Tecnología y Departamento de Gestión Documental.  
 
Este plan de acción de alto nivel que contiene las iniciativas y estrategias para la 
implementación del sistema de gestión para la información, orientado al 
cumplimiento de los lineamientos  establecidos en el plan estratégico corporativo El 
Banco Somos Todos 2013-2016.  
 
Lo que se busca es lograr una actuación uniforme en la gestión de la información, que 
garantice un proceso eficaz, sistemático y seguro en la creación y control de 
información corporativa, de manera que sustente la efectiva y eficiente ejecución de 
los procesos del Banco a lo largo de todo el ciclo de vida de la información. 
 
Esto con el fin de apoyar la eficiencia administrativa, facilitar la rendición de cuentas 
y la toma de decisiones, dar testimonio de las actuaciones y decisiones del Banco. 
Como ámbito de aplicación se determinó la información corporativa es aquella que 
se genera o recibe  en desarrollo de una función, proceso, servicio trámite u operación, 
asignada al Banco y deber ser gestionada dentro de todo su ciclo de vida.  
 
Teniendo en cuenta que la adecuada gestión de la información corporativa es 
responsabilidad de todos los empleados del Banco, se deben cumplir a cabalidad las 
políticas que se establecieron para tal fin:  
 
 La gestión de la información corporativa debe tener un marco de gobierno en 
el cual se defina tanto el direccionamiento estratégico como las instancias y 
responsabilidades en el uso y gestión de la información.  
 La información corporativa debe ser planeada, valorada, clasificada y 
organizada de manera uniforme, acorde con las funciones, procesos y/o 
trámites del Banco.  
 La gestión de la información corporativa debe establecer plazos de 
conservación de acuerdo con su valoración y la Ley, y garantizar su 
preservación durante dicho tiempo.  La gestión de la información debe 
garantizar que la información corporativa sea una representación completa y 
exacta de las decisiones de política, las transacciones y las actividades de la 
gestión administrativa del Banco.  
 La gestión de información debe garantizar el acceso oportuno a la información 
corporativa a quienes están autorizados, dentro de los plazos de conservación 
establecidos.  
 La publicación, divulgación y entrega de la información corporativa debe 
responder a los lineamientos que al respecto establezcan la Junta Directiva del 
Banco de la República, el Consejo de Administración, la Gerencia General, 
Técnica o Ejecutiva y/o quienes ellos deleguen, igualmente debe contemplar 
los lineamientos inherentes a la gestión documental y de información.  
 
Parágrafo 1. La Junta Directiva del Banco de la República definirá las políticas de 
acceso y publicación de la información relacionada con el ejercicio de sus funciones 
y sustento para sus decisiones, incluido el índice de Información Clasificada y 
Reservada (parágrafo 1, Articulo 3 de la Resolución Externa No. 1 de 2015 de la Junta 
Directiva del Banco de la República).  
 
Parágrafo 2. El Gerente General, o quien este designe, definirá la política editorial del 
Banco de la República, lo cual comprende entre otros, la publicación de información 
estadística y de trabajos de investigación y análisis (parágrafo 3, Articulo 3 de la 
Resolución Externa No. 1 de 2015 de la Junta Directiva del Banco de la República).  
 
 La gestión de la información debe incorporar mecanismos y procedimientos 
de seguridad que garanticen la protección de la información y la adecuada 
gestión de riesgos.  
 La adopción, cambio y desuso de tecnologías debe considerar el impacto que 
se genera en la adecuada gestión de la información. (Banco de la Republica, 
2015) 
2.2. Sistema de gestión para la información  
 
Gráfica1: Sistema de Gestión 
El Sistema de Gestión para la Información está sustentado en el modelo de gestión de 
información (MGI), representa los componentes qué deberán ser desarrollados e 
implementados, para garantizar una efectiva gestión de la información corporativa. 
El marco de referencia, es el para qué del sistema de gestión,  hace referencia al plan 
de acción  de alto nivel que contiene las iniciativas, buenas prácticas y estrategias 
para la  implementación del sistema de gestión para la información, orientado al 
cumplimiento de los lineamientos  establecidos en el plan estratégico corporativo. 
Los Procesos para la Gestión de la Información (PGI) son un conjunto de actividades 
encaminadas a la implementación  y en el cómo debe ser  ejecución del Sistema. 
Los recursos son los elementos e instrumentos necesarios para el funcionamiento y 
por medio de los cuales se desarrolla el sistema de gestión.  
Los medidores son el conjunto de indicadores que permiten evaluar y monitorear el 
cumplimiento del Marco de Referencia,  a través de ellos se puede realizar 
seguimiento y control del desempeño del sistema e identificar acciones de mejora. 
Los métodos de integración de los sistemas de gestión, y  establecimiento de 
directrices para la elaboración y ejecución de un plan de integración de sistemas  que 
permita la alineación en el cumplimiento de objetivos corporativos y lineamientos 
estratégicos. 
2.3. Estructura organizacional y funciones por dependencias 
A continuación, se relacionan los involucrados, a nivel de dependencias o unidades o 
instancias organizacionales actuales, en la gestión de la información de acuerdo a las 
funciones que actualmente desarrollan y al marco de gobierno del sistema de gestión 
para la información  
NOMBRES DE UNIDADES 
ORGANIZACIONALES 
DESCRIPCIÓN 
Gerencia Ejecutiva  “De acuerdo con el marco legal y los lineamientos 
definidos por la Junta Directiva, el Consejo de 
Administración y el Gerente General, la Gerencia 
Ejecutiva tiene como responsabilidades:  
1. Orientar las funciones de banca central relacionadas 
con: banquero de bancos, agente fiscal del gobierno, y 
emisión y distribución de efectivo. Descripción de 
funciones por dependencias Banco de la República 14  
2. Orientar el proceso de elaboración del plan 
Estratégico.  
3. Orientar la elaboración del presupuesto de inversión 
y gasto.  
4. Orientar la gestión de riesgo operativo y del sistema 
de control interno. 5. Orientar la gestión cultural.” 
Subgerencia de Riesgo 
Operativo 
“Promover el desarrollo de la capacidad institucional 
para anticipar y manejar situaciones de riesgo 
operativo, liderando acciones que permitan el 
desarrollo del Sistema Integral de Administración del 
Riesgo Operativo y del principio de gestión basada en 
procesos.  
2. Orientar la gestión de la información en 
concordancia con la Ley de Transparencia y otras 
normas aplicables.  
3. Orientar la administración del programa de seguros 
de Banco. 
 4. Impulsar la estrategia antifraude del Banco.  
5. Orientar el cumplimiento y desarrollo del Sistema 
de Administración de Riesgo de Lavado de Activos y 
Financiación del Terrorismo.” 
Departamento de Gestión 
Documental 
“1. Administrar el Sistema de Gestión para la 
Información y proponer iniciativas para su mejora.  
2. Administrar los instrumentos de gestión de la 
información. 
 3. Gestionar la conservación de memoria institucional 
mediante la administración del sistema archivístico.  
4. Administrar la logística documental mediante la 
gestión de correspondencia, mensajería, catálogo de 
firmas, publicación de normas, reglamentaciones y 
cartas circulares.” 
Departamento de 
Comunicación y Educación 
Económica y Financiera 
1. Desarrollar las estrategias y acciones relacionadas 
con la política de comunicaciones externa e interna. 
2. Administrar el Sistema de Atención al Ciudadano, 
mediante el cual se atienden las solicitudes de 
información del público en general. 
3. Adelantar actividades encaminadas a promover la 
Educación Económica y Financiera en temas 
relacionados con las funciones del Banco. 
Subgerencia de Servicios 
Corporativos 
“1. Orientar las funciones corporativas de apoyo 
relacionadas con Gestión Humana, Tecnología, 
Logística, Servicios Financieros, Protección y 
Seguridad, Infraestructura y Gestión de Salud.” 
Dirección General de 
Tecnología 
“1. Coordinar y dirigir la implementación de las 
políticas y estándares de uso de tecnologías de 
información, telecomunicaciones, multimedia, 
seguridad informática y seguridad electrónica en el 
Banco 
Departamento de Tecnología 
Informática 
“1. Mantener operativa y tecnológicamente 
actualizada la infraestructura de cómputo y 
telecomunicaciones en los servicios de correo 
electrónico, internet, almacenamiento y respaldo de 
información, telefonía y videoconferencia.” 
Departamento de Gestión 
Informática 
“1. Proveer, mantener, actualizar y soportar las 
soluciones informáticas que apoyan la función de 
todas las dependencias y sucursales en el Banco.” 
Departamento de Seguridad 
informática 
“1. Identificar, analizar y evaluar los eventuales 
riesgos que puedan afectar la seguridad informática del 
Banco.  
2. Evaluar y coordinar el cumplimiento de los 
fundamentos de integridad, confidencialidad, 
disponibilidad, autenticidad, autorización o control de 
acceso, no repudiación y observancia de la 
información, enmarcados en el modelo de seguridad 
informática del Banco.” 
Departamento de Servicios de 
Tecnología Informática 
“1. Brindar atención a las solicitudes de tecnología 
informática y soporte técnico a los usuarios a nivel 
nacional y clientes externos para todos los productos y 
servicios informáticos.  
2. Gestionar la continuidad y controlar el riesgo de no-
disponibilidad de los servicios de tecnología 
informática, así como el diseño, implementación, 
verificación y operación de las estrategias de 
contingencia tecnológica.  
3. Gestionar y administrar la infraestructura de 
computación personal, tanto a nivel de software como 
de hardware.  
4. Administrar los centros de cómputo a nivel nacional 
y gestionar operativa y tecnológicamente la plataforma 
y la información almacenada en la misma.  
5. Gestionar y administrar el portal de acceso SEBRA, 
para usuarios internos así como para las entidades 
externas que operan como clientes en los servicios del 
Banco.” 
Tabla1: Dependencias y funciones involucradas en la operación de la Gestión de Información   
Fuente: Banco de la República 
 
Gráfica2: Organigrama 
Fuente: Banco de la República 
2.4. Arquitectura Empresarial 
La Arquitectura Empresarial (AE) es el diseño de una organización alineada con la 
estrategia del negocio de la compañía. Es indudable que la estrategia está fuertemente 
ligada con la tecnología y con los procesos de transformación, que las organizaciones 
hoy requieren,  en búsqueda de nuevas formas de trabajar más eficientes y con mayor 
valor agregado. 
 Gráfica3: Arquitectura Empresarial (AE) 
 
La arquitectura Empresarial (AE) permite entender y atender las necesidades del 
negocio, proporcionando una visión general y coherente, y por lo tanto uno de sus 
principales propósitos es comunicar, de convertir lo abstracto en técnico, y describir 
de manera sistémica a una organización, facilitando la toma de decisiones y 
posibilitando acuerdos para el cumplimiento de las metas de la empresa.  
 
En este caso la Arquitectura Empresarial (AE) será la herramienta que apoye la 
búsqueda del fortalecimiento de la gestión de información corporativa y promueva 
una gestión de cambio cultural que potencialice el valor de la información como un 
activo intangible y estratégico. 
 
Se utilizará la metodología de TOGAF como un marco de referencia para describir la 
gestión de información en el Banco, cuáles son sus motivadores, principios y 
alineación con la estrategia de la entidad, identificar sus objetivos y sus capacidades 
a fortalecer o desarrollar, para que la gestión de información apoye la toma de 
decisiones del negocio. También a través de TOGAF se buscará la comprensión de 
las necesidades del negocio y plantear los cambios operacionales que se requieren 
para lograrlos. 
2.5. Gobierno TI 
El Gobierno de TI es la “determinación de los derechos de decisión y el marco de la 
rendición de cuentas para fomentar un comportamiento deseable en el uso de las 




Es claro que esta definición hace referencia al establecimiento de las 
responsabilidades y al empoderamiento para la toma de decisiones y su 
implementación en la organización. El gobierno está fuertemente ligado a la cultura 
de organizacional y en como esta apoya la gestión del cambio para la adaptación y 
buen uso de las tecnologías de la información.  
Uno de los principales objetivos del Gobierno de TI es asegurar la alineación entre TI 
y las unidades de negocio. Para crear las estructuras y procesos necesarios alrededor 
de las inversiones en TI, la gerencia debe asegurar que sólo aquellos proyectos de TI 
que estén alineados con los objetivos estratégicos de negocio sean aprobados, 
financiados y priorizados. (Weill y Ross, 2014) 
Para garantizar el que los servicios de tecnología, enfocado en los sistemas de 
tecnología de la información, estén operando correcta y oportunamente  se requiere 
de la gobernanza de TI. 
Las entradas fundamentales de este componente son el marco normativo y legal, las 
políticas organizacionales, los procesos de la entidad, el modelo de gobierno de la 
entidad y los mecanismos de compras y contratación. Para que las TI cumplan su 
papel es necesario contar con un modelo de gobierno de TI que contemple los 
siguientes aspectos: Marco legal y normativo, estructura de TI y procesos, toma de 
decisiones, gestión de relaciones con otras áreas y entidades, gestión de proveedores, 
acuerdos de Servicio y de desarrollo y alineación con los procesos.  
Como producto del componente de Gobierno de TI se hace la formalización de 
políticas, estándares y lineamientos de TI, la definición de la forma de relacionarse 
con las áreas funcionales, la definición de acuerdos de desarrollo y de servicio y los 
mecanismos de toma de decisión para la gestión de TI.(MINTIC,2016) 
3. Metodología 
Desarrollar la visión aspiracional de alto nivel que se requiere para lograr los objetivos 
estratégicos de la organización, enfocados en fortalecer la gestión de información para 
soportar la toma de decisiones utilizando el marco de trabajo de AE. 
Con el fin de identificar las fortalezas y necesidades actuales y proponer una visión de 
negocio describiendo como la organización debería operar para desarrollar las 
capacidades demandadas para la prestación y gestión de los servicios de operación 
técnica y funcional de la solución.   
3.1. Vista motivacional  
3.1.1. Preocupación (concern):   
El Banco tiene una estructura administrativa jerárquica enmarcada en la 
asignación de funciones específicas a cada una de sus áreas. Estas funciones 
se apoyan en herramientas tecnológicas y sistemas de información, que en su 
mayoría son diseñados a la medida.  
Dado este comportamiento la información estructurada y no estructurada se 
encuentran en silos independientes y desconectados, esta situación no 
favorece el acceso oportuno a la información y propicia el recelo en compartir 
la información entre áreas.   
También es importante mencionar que muchas áreas de la entidad no ven la 
gestión de información como parte esencial  de su negocio, sino que tienen la 
creencia que la información está asociado a labores de archivo físico, a 
almacenamiento electrónico, bases de datos; labores que consideran no son de 
su competencia, ni son inherentes a su negocio. 
Surge la necesidad de identificar y analizar si se cuentan actualmente con 
las capacidades requeridas para gestionar la información corporativa de 
manera trasversal en la organización, o si es necesario considerar 
iniciativas de fortalecimiento para que la gestión de información soporte 
la toma de decisiones de toda la organización. 
3.1.2. Movilizadores (Drivers) 
Estos son los principales drivers que motivan el fortalecimiento de la gestión 
de información en el Banco. 
 El sector público está implementando estrategias de e-government, política 
de “cero papel”, y simplificación y virtualización de trámites. 
 Roadmap de proyectos de modernización tecnológica en la organización. 
 Estrategia de interoperabilidad. “El ejercicio de colaboración entre 
organizaciones para intercambiar información y conocimiento en el marco de 
sus procesos de negocio, con el propósito de facilitar la entrega de servicios 
en línea a ciudadanos, empresas y a otras entidades” (MINTIC, 2011). 
 “Principio de transparencia conforme al cual toda la información en poder de 
los sujetos obligados definidos en esta ley se presume pública, en 
consecuencia de lo cual dichos sujetos están en el deber de proporcionar y 
facilitar el acceso a la misma en los términos más amplios posibles y a través 
de los medios y procedimientos que al efecto establezca la ley, excluyendo 
solo aquello que esté sujeto a las excepciones constitucionales y legales y bajo 
el cumplimiento de los requisitos establecidos en esta ley.” (Ley 1712, 2014) 
 “Datos abiertos. Son todos aquellos datos primarios o sin procesar, que se 
encuentran en formatos estándar e interoperables que facilitan su acceso y 
reutilización, los cuales están bajo la custodia de las entidades públicas o 
privadas que cumplen con funciones públicas y que son puestos a disposición 
de cualquier ciudadano, de forma libre y sin restricciones, con el fin de que 
terceros puedan reutilizarlos y crear servicios derivados de los mismos” (Ley 
1712, 2014) 
 Protección de datos personales. “derecho constitucional que tienen todas las 
personas a conocer, actualizar y rectificar las informaciones que se hayan 
recogido sobre ellas en bases de datos o archivos”. 
3.1.3. Objetivos Smart 
 Ofrecer un punto único de consulta para el 60% de la información corporativa, 
recibida, producida y gestionada por los procesos de negocio de la entidad. 
 Disminuir en un 80% los tiempos de búsqueda de información. 
3.2. Matriz de stakeholders 
La siguiente matriz muestra los stakeholders involucrados actualmente en la gestión 
de información, de acuerdo con los roles y responsabilidades asignas por el marco 













































































































































































Consejo de Administración R/A R/A A I I I 
 
Comité de Gobierno de la Información C C R C/A C/A C/A 
 
Departamento de Comunicación y 
Educación Económica y Financiera 
I I C R R R 
 
Dirección General de Tecnología I I C R R R 
 
Departamento de Gestión Documental I I C R R R 
 
Usuarios I I I I C/I C/I R 
Tabla2 Matriz Stakeholders 
3.3. Curso de acción 
 Ofrecer solución que permita consolidar y conservar en un único punto la información 
corporativa gestionada en los procesos de negocio. 
3.4. Capacidad 
 Gestión de información para la toma de decisiones.  
3.5. Recursos 
 Humanos: Roles y responsabilidades definidas en el marco de gobierno 
o Junta Directiva 
o Consejo de Administración 
o Comité de Gobierno de la Información 
o Departamento de Comunicación y Educación Económica y Financiera 
o Dirección General de Tecnología 
o Departamento de Gestión Documental    
 Tecnológicos: Sistemas de información de los procesos de negocio, servidores, 
equipos de redes y comunicaciones, sistemas de almacenamiento, seguridad y 
backup.      
 Instrumentos, metodologías, y procedimientos. 
3.6. Catálogo de principios 
3.6.1. Principios de negocio 
 Liderazgo: Consolidar un liderazgo que promueva el trabajo en equipo, la 
innovación y la gestión del cambio.  
 Capital Humano: Impulsar una cultura organizacional que motive a los 
empleados para que desarrollen su máximo potencial, en un marco de 
mejoramiento continuo, para el logro de objetivos comunes.  
 Gestión por procesos: Fortalecer los procesos del Banco con un enfoque 
transversal para incrementar la efectividad de la gestión.  
 Gestión de Riesgos: Actuar de manera preventiva y oportuna propendiendo 
por una respuesta efectiva al riesgo con el fin de apoyar el logro de los 
objetivos, la toma de decisiones y la continuidad de la operación del Banco.  
 Rendición de Cuentas: Fortalecer medidas de evaluación y seguimiento, 
claras, efectivas y oportunas.  
 Gestión de la información: Gestionar la información como un activo 
estratégico. 
3.6.2. Principios de tecnología 
 Comprender las necesidades de los clientes y apoyar los procesos de gestión 
y toma de decisiones, ofreciendo soluciones tecnológicas modernas que 
agreguen valor. 
 Proveer herramientas adecuadas de análisis de información, que faciliten la 
toma de decisiones estratégicas del negocio.  
  Apoyar con tecnologías apropiadas la definición y aplicación de directrices 
para la gestión de la información corporativa, de manera que sustente la 
efectividad de los procesos del Banco.  
  Apoyar el desarrollo de una arquitectura empresarial que identifique, 
estandarice e integre soluciones tecnológicas.  
 Definir e implementar lineamientos y herramientas que permitan una gestión 
efectiva de la seguridad de los activos físicos y de información del Banco. 
 Ofrecer alternativas de acceso a la plataforma para los usuarios finales, 
favoreciendo la movilidad y flexibilidad de dispositivos, sin comprometer la 
seguridad de la información del Banco.  
 Proveer una infraestructura tecnológica de excelente desempeño 
 Mantener disponible y actualizada la infraestructura y las soluciones 
tecnológicas de acuerdo con las necesidades de la organización.  
 Continuar gestionando la configuración y administración del software, 
hardware y demás dispositivos tecnológicos.  
 Mejorar los esquemas de continuidad de los servicios tecnológicos, con la 
gestión del riesgo y la optimización de los procesos de contingencia.  
 Continuar desarrollando estrategias de intercambio de información e 
integración automática con clientes y entes externos y entre las aplicaciones 
del Banco.  
 
3.7. Modelo AS IS- Vista de Negocio  
 
  
Gráfica4: Vista motivacional - Gestionar información corporativa 
 
 
Gráfica5: AS IS Vista de negocio- Gestionar información corporativa 
 
4. Propuesta 
4.1. Modelo TO BE- Vista de Negocio 
 
Gráfica6: TO BE Vista de negocio – Gestionar información corporativa 
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Tabla3 Gap análisis- Gestionar información corporativa 
 
5. Conclusiones y recomendaciones 
 Se identificó que el gobierno establecido para la gestión de información en la entidad 
ha permitido la definición de una estrategia y aprobación de políticas y lineamientos 
que le da una dirección de alto nivel. Sin embargo, se evidencia limitaciones para 
implementar y operabilizar la prestación de los servicios de la gestión de información 
especialmente relacionada con las funciones asignadas a varias unidades 
organizacionales, que dependen de diferentes autoridades y que cuentan con 
capacidades y competencias diferentes.  
 La gestión de información para la toma de decisiones es una capacidad que se debe 
fortalecer en las áreas y procesos de negocio. Son ellos la que la producen, reciben, 
usan, consultan y transforman.  
 La gestión de cambio es requerida, en las áreas y procesos de negocio, para generar 
una apropiación del uso de estos servicios y concientizar sobre su aporte a la 
generación de valor, al cumplimiento de las normas, a la rendición de cuentas y a la 
eficiencia administrativa. Esta debería estar liderada por el Comité de Gobierno de 
Información y desarrollada por la unidad organizacional prestadora de los servicios 
de gestión de información. 
 Facilitar el acceso y divulgación de la información es una de las maneras de fomentar 
el uso de la información. Es importante evaluar los criterios de confidencialidad y 
reserva de la información.   
 La gestión de información esta descrito como un lineamiento estratégico, sin 
embargo, los procesos y servicios actualmente se encuentran catalogados como 
procesos de apoyo. 
 De acuerdo al decreto 415 de 2016 y al modelo de gestión, sobre el que se construyó 
la Estrategia TI para Colombia, la prestación de los servicios para la gestión de 
información es un proceso estratégico de las áreas de tecnologías. La estructura 
organizacional de TI debe garantizar la gobernabilidad, control e implementación de 
sus procesos. 
 La consolidación de la información corporativa es uno de los procesos que se están 
desarrollando pero que requiere refuerzo porque no solamente disminuye los riegos 
asociados con la administración de silos de información, redundancia y pedida de 
información; sino que genera un conocimiento transversal y estratégico para la 
organización. 
 La calidad de la información es uno de los aspectos claves a controlar, pues define 
que tan útil es para los usuarios, por lo tanto, el proceso de validación y depuración 
requiere ser desarrollado. 
 Una vez se tomen decisiones sobre el modelo operativo, las necesidades de 
información en las áreas de negocio y la alineación con la estrategia corporativa; se 
establece el plan maestro para su implementación: arquitectura de servicios 
tecnológicos. 
 Se resalta como un avance significativo en el desarrollo de la capacidad de Gestión 
de información para la toma de decisiones, que haga parte del plan estratégico de la 
entidad y que como principio este establecido que la información corporativa es un 
activo estratégico de la entidad. 
 La creación del comité de Comité de Gobierno de la Información, es una buena 
práctica porque está conformado por directores de negocio y de áreas de apoyo que 
complementan y orientan el direccionamiento de la gestión de información al 
cumplimiento de la estrategia.  
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