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INTERFAZ: Se denomina interfaz a cualquier medio que permita la interconexión de 
dos procesos diferenciados con un único propósito común. Se conoce como Interfaz 
Física a los medios utilizados para la conexión de un computador con el medio de 
transporte de la red. 
 
PREFIJO IP: Es una forma particular de expresar las direcciones de red y sus 
máscaras a partir de identificar solamente la cantidad de bits que se encuentran en 
uno en la máscara de subred. 
 
MÁSCARA DE SUBRED: La máscara de subred es particularmente necesaria al 
momento de señalar la dirección de red correspondiente a cada subred, y que es la 
que se encuentra referenciada en la tabla de enrutamiento. 
 
PROTOCOLOS DE RED: Los protocolos de red son un conjunto de reglas que 
gobiernan la comunicación entre dispositivos que están conectados a una red. 
 
DNS: La sigla DNS proviene de la expresión inglesa Domain Name System: es 
decir, Sistema de Nombres de Dominio. Se trata de un método de denominación 
empleado para nombrar a los dispositivos que se conectan a una red a través del 
IP (Internet Protocol o Protocolo de Internet). 
 
ROUTER: Dispositivo hardware o software de interconexión de redes de 
computadores que opera en la capa tres (nivel de red) del modelo OSI. Este 
dispositivo interconecta segmentos de red o redes enteras. 
 
CONMUTADOR: Es el dispositivo digital lógico de interconexión de equipos que 
opera en la capa de enlace de datos del modelo OSI. 
 
OSPF: Es un protocolo de red para el encaminamiento jerárquico de pasarela 
interior o Interior Gateway Protocol (IGP), que usa el algoritmo Dijkstra, para calcular 
la ruta más corta entre dos nodos. 
 
RIP: Es un protocolo de puerta de enlace interna o interior utilizado por los routers 
o encaminadores para intercambiar información acerca de redes del Internet 
Protocol a las que se encuentran conectados. 
 
EIGRP: Es un protocolo de encaminamiento de vector distancia, propiedad de Cisco 
Systems, que ofrece lo mejor de los algoritmos de Vector de distancias, además, 
considera un protocolo avanzado que se basa en las características normalmente 







La evaluación denominada “Prueba de habilidades prácticas”, forma parte de las 
actividades evaluativas del Diplomado de Profundización CCNP, y busca identificar 
el grado de desarrollo de competencias y habilidades que fueron adquiridas a lo 
largo del diplomado. Lo esencial es poner a prueba los niveles de comprensión y 
solución de problemas relacionados con diversos aspectos de Networking. 
 
En el desarrollo del primer escenario se apropian conceptos básicos de 
configuración para los routers designados, así como la configuración del protocolo 
de direccionamiento OSPF, su asignación en el área respectiva y el respectivo 
direccionamiento a cada una de sus interfaces, del mismo modo con el protocolo 
EIGRP y su asignación. Finalmente se asigna un dispositivo la redistribución de las 
rutas EIGRP en OSPF usando un costo y de OSPF a EIGRP usando un ancho de 
banda y un retardo. 
 
Finalmente, en el último escenario, se presenta una estructura Core que acorde a 
la topología presentada, se configura e interconecta entre sí cada uno de los 
dispositivos de acuerdo a unos lineamientos establecidos para el direccionamiento 
IP, Etherchannels, VLANs y demás aspectos que contribuyen en la correcta 
administración de la red. 
 









The evaluation called "Test of practical skills" is part of the evaluative activities of the 
CCNP Deepening Diploma, and seeks to identify the degree of development of 
competencies and skills that were acquired throughout the diploma. The essential 
thing is to test the levels of understanding and problem solving related to various 
aspects of Networking. 
 
In the development of the first scenario, basic configuration concepts for the 
designated routers are appropriated, as well as the configuration of the OSPF 
addressing protocol, its assignment in the respective area and the respective 
addressing to each of its interfaces, in the same way with the protocol EIGRP and 
its assignment. Finally a device is assigned the redistribution of EIGRP routes in 
OSPF using a cost and from OSPF to EIGRP using a bandwidth and a delay. 
 
Finally, in the last scenario, a Core structure is presented that according to the 
topology presented, each of the devices is configured and interconnected with each 
other according to established guidelines for IP addressing, etherchannels, VLANs 
and other aspects that must be in the correct administration of the network. 
 







Este proyecto consta en la solución detallada de dos propuestas de escenarios que 
están atribuidos a una serie de instrucciones y lineamientos que permiten la 
utilización de diferentes herramientas y técnicas de Networking para dar solución y 
sirvan como medio para contribuir al desarrollo de cada uno de los escenarios 
propuestos. 
 
Para el primer escenario se presentan cinco enrutadores que están conectados por 
interfaces seriales y cuentan con protocolos diferentes, por tanto, se procede a 
realizar la configuración inicial, se configuran los direccionamientos y se asignan las 
áreas para los que están designados por OSPF, para los demás, se configura 
EIGRP y se realiza una redistribución entre los dos protocolos. 
 
Para el segundo escenario, se presenta una estructura que presenta una topología 
conformada por dos switches capa 3 y dos switches capa 2. Como requisitos de 
solución se debe configurar e interconectar entre sí utilizando las instrucciones 
requeridas que satisfagan los lineamientos estipulados siguiendo los siguientes 
criterios: Direccionamiento IP, Etherchannels, VLANs y demás ítems que aporten a 








1. ESCENARIO 1 
 
 
Teniendo en la cuenta la siguiente imagen:  
 
Figura 1. Topología propuesta para el escenario 1 
 
Fuente: Autor del proyecto. 
 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 
topología de red. 
 
12 
Para el desarrollo de esta actividad, se configura las configuraciones iniciales para 
cada uno de los routers R1, R2, R3, R4 y R5, se configura el protocolo ospf 1 y se 
asignan las redes conectadas directamente en el área 5. 
 




Router(config)#hostname R1  Se configura el nombre del dispositivo 
R1(config)#no ip domain-lookup 
R1(config)#service password-encryption Se habilita el servicio de encriptación 
R1(config)#line con 0 
R1(config-line)#logging synchronous Se habilita el inicio de sesión sincrónico 
R1(config-line)#exec-timeout 0 0 
R1(config-line)#exit 
R1(config)#interface serial0/0/0 Se inicia la configuración de la interface 0/0/0 
R1(config-if)#ip add 10.113.12.1 255.255.255.0 Se configura la dirección ip en la 
interface 
R1(config-if)#clock rate 128000 Se configura el clock rate 
R1(config-if)#no shutdown 
R1(config-if)#exit 
R1(config)#router ospf 1 Se habilita ospf en el router R1 
R1(config-router)#router-id 1.1.1.1 Se configura un identificador 
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5 Se configura las redes 
conectadas directamente a R1 
R1(config-router)#network 10.1.0.0 0.0.3.255 area 5 Se configura las redes 
conectadas directamente a R1 
R1(config-router)#end 
R1# 
R1#copy ru st Se guarda la configuración de inicio 









Router(config)#hostname R2 Se configura el nombre del dispositivo 
R2(config)#no ip domain-lookup 
R2(config)#service password-encryption Se habilita el servicio de encriptación 
R2(config)#line con 0 
R2(config-line)#logging synchronous Se habilita el inicio de sesión sincrónico 




R2(config)#interface serial0/0/0 Se inicia la configuración de la interface 0/0/0 
R2(config-if)#ip add 10.113.12.2 255.255.255.0 Se configura la dirección ip en la 
interface 
R2(config-if)#no shutdown Se habilita la interface 
R2(config-if)#exit 
R2(config)#interface serial 0/0/1 Se inicia la configuración de la interface 0/0/1 
R2(config-if)#ip add 10.113.13.1 255.255.255.0 Se configura la dirección ip en la 
interface 
R2(config-if)#clock rate 128000 Se configura el clock rate en R2 
R2(config-if)#no shutdown Se habilita la interface 
R2(config-if)#exit 
R2(config)#router ospf 1 Se habilita ospf en el router R2 
R2(config-router)#router-id 2.2.2.2  Se configura un identificador 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 Se configura las redes 
conectadas directamente a R2 
R2(config-router)#network 10.113.13.0 0.0.0.255 area 5  Se configura las redes 
conectadas directamente a R2 
R2(config-router)#end 
R2#copy ru st  Se guarda la configuración de inicio 









Router(config)#hostname R3 Se configura el nombre del dispositivo 
R3(config)#no ip domain-lookup 
R3(config)#service password-encryption Se habilita el servicio de encriptación 
R3(config)#line con 0 
R3(config-line)#logging synchronous Se habilita el inicio de sesión sincrónico 
R3(config-line)#exec-timeout 0 0 
R3(config-line)#exit 
R3(config)#interface serial0/0/0 Se inicia la configuración de la interface 0/0/0 
R3(config-if)#ip add 1.113.13.2 255.255.255.0 Se configura la dirección ip en la 
interface 
R3(config-if)#no shutdown Se habilita la interface 
R3(config-if)# 
R3(config-if)#exit 
R3(config)#interface serial 0/0/1 Se inicia la configuración de la interface 0/0/1 




R3(config-if)#clock rate 128000 Se configura el clock rate 
R3(config-if)#no shutdown Se habilita la interface 
R3(config-if)#exit  
R3(config)#router ospf 1 Se habilita ospf en el router R3 
R3(config-router)#router-id 3.3.3.3 Se configura un identificador 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 Se configura las redes 
conectadas directamente a R3 
R3(config-router)#exit 
R3(config)#router eigrp 15 Se habilita EIGRP con AS 15 
R3(config-router)#network 172.19.34.0 0.0.0.255 Se configura las redes conectadas 
directamente a R3 en EIGRP  
R3(config)#end 
R3# 
R3#copy ru st Se guarda la configuración de inicio 





Para los routers R4 y R5, varía la configuración del protocolo de enrutamiento, dado 
que el utilizado es eigrp 15 para las redes conectadas directamente. 
 




Router(config)#hostname R4 Se configura el nombre del dispositivo 
R4(config)#no ip domain-lookup 
R4(config)#service password-encryption Se habilita el servicio de encriptación 
R4(config)#line con 0 
R4(config-line)#logging synchronous  Se habilita el inicio de sesión sincrónico 
R4(config-line)#exec-timeout 0 0 
R4(config-line)#exit 
R4(config)#interface serial0/0/0 Se inicia la configuración de la interface 0/0/0 
R4(config-if)#ip add 172.19.34.2 255.255.255.0 Se configura la dirección ip en la 
interface 
R4(config-if)#no shutdown Se habilita la interface 
R4(config-if)#exit 
R4(config)#interface serial0/0/1 Se inicia la configuración de la interface 0/0/1 
R4(config-if)#ip add 172.19.45.1 255.255.255.0 Se configura la dirección ip en la 
interface 
R4(config-if)#clock rate 128000 Se configura el clock rate en R4 
R4(config-if)#no shutdown Se habilita la interface 
R4(config-if)#exit 
R4(config)#router eigrp 15 Se habilita EIGRP con AS 15 
 
15 
R4(config-router)#network 172.19.34.0 0.0.0.255 Se configura las redes 
conectadas directamente a R4 en EIGRP 
R4(config-router)#network 172.19.45.0 0.0.0.255 Se configura las redes 
conectadas directamente a R4 en EIGRP 
R4(config)#exit 
R4#copy ru st Se guarda la configuración de inicio 









Router(config)#hostname R5 Se configura el nombre del dispositivo 
R5(config)#no ip domain-lookup 
R5(config)#service password-encryption Se habilita el servicio de encriptación 
R5(config)#line con 0 
R5(config-line)#logging synchronous Se habilita el inicio de sesión sincrónico 
R5(config-line)#exec-timeout 0 0 
R5(config-line)#exit 
R5(config)#interface serial 0/0/0 Se inicia la configuración de la interface 0/0/0 
R5(config-if)#ip add 172.179.45.2 255.255.255.0 Se configura la dirección ip en la 
interface 
R5(config-if)#no shutdown Se habilita la interface 
R5(config-if)#exit 
R5(config)#router eigrp 15 Se habilita EIGRP con AS 15 
R5(config-router)#network 172.19.45.0 0.0.0.255 Se configura las redes 
conectadas directamente a R5 en EIGRP 
R5(config-router)#exit 
R5(config)#exit 
R5#copy ru st Se guarda la configuración de inicio 





2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 5 
de OSPF. 
 
Se procede a crear las nuevas cuatro interfaces Loopback en R1 y se configuran 





R1(config)#interface lo0 Se habilita la interface Loopback 0 
R1(config-if)#ip add 10.1.0.1 255.255.252.0 Se configura el direccionamiento en la 
interface 
R1(config-if)#exit 
R1(config)#interface lo1 Se habilita la interface Loopback 1 
R1(config-if)#ip add 10.1.4.1 255.255.252.0 Se configura el direccionamiento en la 
interface 
R1(config-if)#exit 
R1(config)#interface lo2 Se habilita la interface Loopback 2 
R1(config-if)#ip add 10.1.8.1 255.255.252.0 Se configura el direccionamiento en la 
interface 
R1(config-if)#exit 
R1(config)#interface lo3 Se habilita la interface Loopback 3 
R1(config-if)#ip add 10.1.12.1 255.255.252.0 Se configura el direccionamiento en la 
interface 
R1(config-if)#exit 
R1(config)#interface lo0 Se accede a la interface 
R1(config-if)#ip ospf network point-to-point Se configura un enlace punto a punto en 
la interface Loopback 0 
R1(config-if)#exit 
R1(config)#interface lo1 Se accede a la interface 
R1(config-if)#ip ospf network point-to-point Se configura un enlace punto a punto en 
la interface Loopback 1 
R1(config-if)#exit 
R1(config)#interface lo2 Se accede a la interface 
R1(config-if)#ip ospf network point-to-point Se configura un enlace punto a punto en 
la interface Loopback 2 
R1(config-if)#exit 
R1(config)#interface lo3 Se accede a la interface 
R1(config-if)#ip ospf network point-to-point Se configura un enlace punto a punto en 





3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15. 
 
Se crean cuatro interfaces loopback en el router R5 y se configuran para que 





R5(config)#interface lo0 Se habilita la interface Loopback 0 
R5(config-if)#ip add 172.5.0.1 255.255.252.0 Se configura el direccionamiento 
IPv4junto con la máscara de red Loopback 0 
R5(config-if)#exit 
R5(config)#interface lo1 Se habilita la interface Loopback 1 
R5(config-if)#ip add 172.5.4.1 255.255.252.0 Se configura el direccionamiento 
IPv4junto con la máscara de red Loopback 1 
R5(config-if)#exit 
R5(config)#interface lo2 Se habilita la interface Loopback 2 
R5(config-if)#ip add 172.5.8.1 255.255.252.0 Se configura el direccionamiento 
IPv4junto con la máscara de red Loopback 2 
R5(config-if)#exit 
R5(config)#interface lo3 Se habilita la interface Loopback 3 
R5(config-if)#ip add 172.5.12.1 255.255.252.0 Se configura el direccionamiento 
IPv4junto con la máscara de red Loopback 3 
R5(config-if)#exit 
R5(config)#router eigrp 15 Se habilita EIGRP con AS 15 
R5(config-router)#no auto-summary  Se deshabilita la sumarización automática 
R5(config-router)#network 172.5.0.0 0.0.3.255 Se agrega la red general junto con 
su wildcard al protocolo EIGRP 
R5(config-router)#network 172.5.4.0 0.0.3.255 Se agrega la red general junto con 
su wildcard al protocolo EIGRP 
R5(config-router)#network 172.5.8.0 0.0.3.255 Se agrega la red general junto con 
su wildcard al protocolo EIGRP 
R5(config-router)#network 172.5.12.0 0.0.3.255 Se agrega la red general junto con 
su wildcard al protocolo EIGRP 
R5(config-router)#network 172.19.45.0 0.0.0.255 Se agrega la red general junto con 




4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 












Figura 2. Se verifica que las direcciones estén configuradas en R3. 
 
Fuente: Autor del proyecto. 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo.  
 
R3#configure terminal 
Enter configuration commands, one per line.  End with CNTL/Z. 
R3(config)#router ospf 1 Se entra en el protocolor OSPF 1 
R3(config-router)#redistribute eigrp 15 metric 50000 subnets Se configura la 
redistribución EIGRP con AS 15 y métrica 50000. 
R3(config-router)#exit 
R3(config)#router eigrp 15 Se configura EIGRP 15 
R3(config-router)#redistribute ospf 1 metric 10000 20000 255 1 1500 Se configura 







6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su 
tabla de enrutamiento mediante el comando show ip route. 
 
Figura 3. Comprobación de la tabla de enrutamient en R1. 
 






Figura 4. Comprobación de la tabla de enrutamient en R5. 
 





2. ESCENARIO 2 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto. 
 
Topología de red 
 
Figura 5. Topología del escenario 2 
 
Fuente: Autor del proyecto. 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
 
a. Apagar todas las interfaces en cada switch. 
 





Switch(config)#hostname DLS1 Se configura el nombre del dispositivo 
 
22 
DLS1(config)#interface range fa0/1-24, gi0/1-2 Se selecciona el rango de las 
interfaces 
DLS1(config-if-range)#shutdown Es comando apaga las interfaces físicas. 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname DLS2 Se configura el nombre del dispositivo 
DLS2(config)#interface range fa0/1-24, gi0/1-2 Se selecciona el rango de las 
interfaces físicas 
DLS2(config-if-range)#shutdown Este comando apaga las interfaces físicas. 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname ALS1 Se configura el nombre del dispositivo 
ALS1(config)#interface range fa0/1-24, gi0/1-2 Se selecciona el rango de las 
interfaces físicas. 
ALS1(config-if-range)#shutdown Este comando apaga las interfaces físicas 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname ALS2 Se configura el nombre del dispositivo 
ALS2(config)#interface range fa0/1-24, gi0/1-2 Se selecciona el rango de las 
interfaces físicas. 
ALS2(config-if-range)#shutdown Este comando apaga las interfaces físicas. 
 
 





Configuración en DLS1 
 
Switch(config)#hostname DLS1 Se configura el nombre del dispositivo 
 
Configuración en DLS2 
 
Switch(config)#hostname DLS2 Se configura el nombre del dispositivo 
 
 
Configuración en ALS1 
 
Switch(config)#hostname ALS1 Se configura el nombre del dispositivo 
 
Configuración en ALS2 
 
Switch(config)#hostname ALS2 Se configura el nombre del dispositivo 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 
Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 utilizará 
10.12.12.2/30. 
 




DLS1(config)#interface port-channel 12 Se habilita la interface port-channel 
DLS1(config-if)#no switchport Se deshabilitan los switchports 
DLS1(config-if)#ip add 10.12.12.1 255.255.255.252 Se ingresa el respectivo 
direccionamiento 
DLS1(config-if)#exit 
DLS1(config)#interface range fa0/11-12 Se seleccionan las dos interfaces 
DLS1(config-if-range)#no switchport Se inabilitan los modos switchport 
DLS1(config-if-range)#channel-group 12 mode active Se configura el modo LACP 










DLS2(config)#interface port-channel 12 Se habilita la interface port-channel 
DLS2(config-if)#no switchport Se deshabilitan los switchports 
DLS2(config-if)#ip add 10.12.12.2 255.255.255.252 Se ingresa el respectivo 
direccionamiento 
DLS2(config-if)#exit 
DLS2(config)#interface range fa0/11-12 Se seleccionan las dos interfaces 
DLS2(config-if-range)#no switchport Se inabilitan los modos switchport 
DLS2(config-if-range)#channel-group 12 mode active Se configura el modo LACP 
en modo activo 
DLS2(config-if-range)#no shutdown Se enciende las interfaces 
DLS2(config-if-range)#exit 
 
2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
 




DLS1(config)#interface range fa0/7-8 Se seleccionan las dos interfaces 
DLS1(config-if-range)#channel-protocol lacp Se configura el canal del protocolo en 
modo LACP 
DLS1(config-if-range)#channel-group 1 mode active Se configura en modo activo 
DLS1(config-if-range)#no shutdown Se encienden las interfaces 
DLS1(config-if-range)#exit 
DLS1(config)#interface port-channel 1 Se habilita la interface Port-Channel 1 
DLS1(config-if)#switchport trunk encapsulation dot1q Se configura la encapsulación 
de puerto troncal 











ALS1(config)#interface range fa0/7-8 Se seleccionan las dos interfaces 
ALS1(config-if-range)#channel-protocol lacp Se configuran el canal del protocolo 
en modo LACP 
ALS1(config-if-range)#channel-group 1 mode passive Se configura el canal en 
modo pasivo 
ALS1(config-if-range)#no shutdown Se enciende la interface 
ALS1(config-if-range)#exit 
ALS1(config)#interface port-channel 1 Se habilita la interface Port-Channel 1 
ALS1(config-if)#switchport mode trunk Se configura la interface en modo troncal 
ALS1(config-if)#exit 
 




DLS2(config)#interface range fa0/7-8 Se seleccionan las dos interfaces 
DLS2(config-if-range)#channel-protocol lacp Se configura el canal del protocolo en 
modo LACP 
DLS2(config-if-range)#channel-group 2 mode active Se configura el canal en modo 
activo para el grupo 2 
DLS2(config-if-range)#no shutdown Se enciende la interface 
DLS2(config-if-range)#exit 
DLS2(config)#interface port-channel 2 se habilita la interface Port-Channel 2 
DLS2(config-if)#switchport trunk encapsulation dot1q Se configura la encapsulación 
de la interface para habilitar el modo troncal 








ALS2(config)#interface range fa0/7-8 Se seleccionan las dos interfaces 
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ALS2(config-if-range)#channel-protocol lacp Se configura el canal del protocolo en 
modo LACP 
ALS2(config-if-range)#channel-group 2 mode passive Se configura el canal en 
modo pasivo 
ALS2(config-if-range)#exit 
ALS2(config)#interface port-channel 2 Se habilita la interface Port-Channel 





3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
 
 




DLS1(config)#interface range fa0/9-10 Se seleccionan dos interfaces 
DLS1(config-if-range)#switchport trunk encapsulation dot1q Se configura la 
encapsulación de las interfaces para habilitar el modo troncal 
DLS1(config-if-range)#switchport mode trunk Se configura el puerto en modo troncal 
DLS1(config-if-range)#channel-group 4 mode desirable Se configura el canal del 
grupo 4 en modo desirable 








ALS1(config)#interface range fa0/9-10 Se seleccionan dos interfaces  
ALS1(config-if-range)#switchport mode trunk Se configura el puerto en modo troncal 
ALS1(config-if-range)#channel-group 3 mode desirable Se configura el canal del 
grupo 4 en modo desirable 








DLS2(config)#interface range fa0/9-10 Se seleccionan dos interfaces  
DLS2(config-if-range)#switchport trunk encapsulation dot1q Se configura la 
encapsulación de las interfaces 
DLS2(config-if-range)#switchport mode trunk Se configuran las interfaces en modo 
troncal 
DLS2(config-if-range)#channel-group 3 mode desirable Se configura el canal de 
grupo en 3 y modo desirable 
DLS2(config-if-range)#no shutdown Se encienden las interfaces 
DLS2(config-if-range)#exit 
 




ALS2(config)#interface range fa0/9-10 Se seleccionan dos interfaces 
ALS2(config-if-range)#switchport mode trunk Se configuran las interfaces en modo 
troncal 
ALS2(config-if-range)#channel-group 4 mode desirable Se configura el canal de 
grupo en 4 y modo desirable 




4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa. 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#interface port-channel 1 Se habilita la interface Port-Channel 





DLS1(config)#interface port-channel 4 Se habilita la interface Port-Channel 









Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#interface port-channel 1 Se habilita la interface Port-Channel 
ALS1(config-if)#switchport trunk native vlan 500 Se configura la vlan 500 al puerto 
troncal 
ALS1(config-if)#exit 
ALS1(config)#interface port-channel 3 Se habilita la interface Port-Channel 









Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#interface port-channel 3 Se habilita la interface Port-Channel 
DLS2(config-if)#switchport trunk native vlan 500 Se configura la vlan 500 al puerto 
troncal 
DLS2(config-if)#exit 
DLS2(config)#interface port-channel 2 Se habilita la interface Port-Channel 













Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#interface port-channel 2 Se habilita la interface Port-Channel 
ALS2(config-if)#switchport trunk native vlan 500 Se configura la vlan 500 al puerto 
troncal 
ALS2(config-if)#exit 
ALS2(config)#interface port-channel 4 Se habilita la interface Port-Channel 




d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
2) Configurar DLS1 como servidor principal para las VLAN. 






Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#vtp domain CISCO Se habilita el nombre del dominio VTP 
DLS1(config)#vtp pass ccnp321 Se configrua la contraseña al dominio VTP 
DLS1(config)#vtp mode server Se configura el dominio VTP en modo servidor 
DLS1 (config)#vtp version 3 //Se configuró en 2 porque el 3 no es soportado 
DLS1(config)# 
 




ALS1(config)#vtp domain CISCO Se habilita el nombre del dominio VTP 
ALS1(config)#vtp pass ccnp321 Se configrua la contraseña al dominio VTP 
ALS1(config)#vtp version 3 //Se configuró en 2 porque el 3 no es soportado 
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ALS1(config)#vtp mode client Se configura el dominio VTP en modo cliente 
ALS1(config)# 
 




ALS2(config)#vtp domain CISCO Se habilita el nombre del dominio VTP 
ALS2(config)#vtp pass ccnp321 Se configrua la contraseña al dominio VTP 
ALS2(config)#vtp version 3 //Se configuró en 2 porque el 3 no es soportado 
ALS2(config)#vtp mode client Se configura el dominio VTP en modo cliente 
ALS2(config)# 
 
e. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 1. Configuraciones asignadas al servidor principal 
Número de VLAN Nombre de VLAN Número de VLAN Nombre de VLAN 
500 NATIVA 434 PROVEEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
1111 MULTIMEDIA 3456 PERSONAL 
Fuente: Autor del proyecto 
 




DLS1(config)#vlan 500 Se crea la VLAN 
DLS1(config-vlan)#name NATIVA Se configura el nombre de la VLAN 
DLS1(config-vlan)#exit 
DLS1(config)#vlan 12 Se crea la VLAN 
DLS1(config-vlan)#name ADMON Se configura el nombre de la VLAN 
DLS1(config-vlan)#exit 
DLS1(config)#vlan 234 Se crea la VLAN 




DLS1(config)#vlan 1111 //No soportado en el modo 2 
VLAN_CREATE_FAIL: Failed to create VLANs 1111 : extended VLAN(s) not 
allowed in current VTP mode 
DLS1(config)#vlan 434 Se crea la VLAN 
DLS1(config-vlan)#name PROVEEDORES Se configura el nombre de la VLAN 
DLS1(config-vlan)#exit 
DLS1(config)#vlan 123 Se crea la VLAN 
DLS1(config-vlan)#name SEGUROS Se configura el nombre de la VLAN 
DLS1(config-vlan)#exit 
DLS1(config)#vlan 1010  //No soportado en el modo 2 
VLAN_CREATE_FAIL: Failed to create VLANs 1010 : extended VLAN(s) not 
allowed in current VTP mode  
DLS1(config)#vlan 3456  //No soportado en el modo 2 
VLAN_CREATE_FAIL: Failed to create VLANs 3456 : extended VLAN(s) not 
allowed in current VTP mode 
DLS1(config)# 
 
f. En DLS1, suspender la VLAN 434. 
 
Configuración en DLS1 
 
DLS1(config)#vlan 434 //Comando no soportado en Packet Tracer 
DLS1(config-vlan)#state suspend                  ^ 
% Invalid input detected at '^' marker. 
DLS1(config-vlan)#  
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
 




DLS2(config)#vtp version 2 Se configura VTP versión 2 
DLS2(config)#vtp mode transparent Se configura VTP en modo transparente 
DLS2(config)#vlan 500 Se crea la VLAN 




DLS2(config)#vlan 12 Se crea la VLAN 
DLS2(config-vlan)#name ADMON Se configura el nombre de la VLAN 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 234 Se crea la VLAN 
DLS2(config-vlan)#name CLIENTES Se configura el nombre de la VLAN 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 1111 Se crea la VLAN 
DLS2(config-vlan)#name MULTIMEDIA Se configura el nombre de la VLAN 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 434 Se crea la VLAN 
DLS2(config-vlan)#name PROVEEDORES Se configura el nombre de la VLAN 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 123 Se crea la VLAN 
DLS2(config-vlan)#name SEGUROS Se configura el nombre de la VLAN 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 1010 Se crea la VLAN 
DLS2(config-vlan)#name VENTAS Se configura el nombre de la VLAN 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 3456 Se crea la VLAN 





h. Suspender VLAN 434 en DLS2. 
 





DLS2(config-vlan)#state suspended                  ^ //El comando no es soportado 






i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
 
Configuración en DLS2 
 
DLS2#configure terminal 
DLS2(config)#vlan 567 Se crea la VLAN  
DLS2(config-vlan)#name PRODUCCION Se le asigna un nombre a la VLAN 
DLS2(config-vlan)#exit 
DLS2(config)#interface port-channel 2 Se habilita la interface Port-Channel 
DLS2(config-if)#switchport trunk allowed vlan except 567 Se aceptan las vlans 
excepto la vlan Produccion 
DLS2(config-if)#exit 
DLS2(config)#interface port-channel 3 Se habilita la interface Port-Channel 
DLS2(config-if)#switchport trunk allowed vlan except 567 Se aceptan las vlans 




j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 




DLS1(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root primary Se 
configura el spanning-tree para las vlans asignadas y root primario 
DLS1(config)#spanning-tree vlan 123,234 root secondary Se configura el 




k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 






Configuración en DLS2 
 
DLS2#configure terminal 
DLS2(config)#spanning-tree vlan 123,234 root primary Se configura el spanning-
tree para las vlans asignadas y root primario 
DLS2(config)#spanning-tree vlan 12,434,500,1010,1111,3456 root secondary Se 
configura el spanning-tree para las vlans asignadas y root secundario 
DLS2(config)# 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de éstos puertos. 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
 
Tabla 2. Configuraciones para las interfaces como puertos de acceso y sus vlans 
asignadas. 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 3456 12, 1010 123, 1010 234 
Interfaz Fa0/15 1111 1111 1111 1111 
Interfaz Fa0/16-18  567   
Fuente: Autor del proyecto. 
 
 




DLS1(config)#interface fa0/6 Se configura la interface 
DLS1(config-if)#switchport mode Access Se configura la interface en modo acceso 
DLS1(config-if)#switchport access vlan 3456 Se asigna la vlan al puerto de la 
interface 
DLS1(config-if)#exit 
DLS1(config)#interface fa0/15 Se configura la interface 
DLS1(config-if)#switchport mode Access Se configura la interface en modo acceso 
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Configuración en DLS2 
 
DLS2#configure terminal 
DLS2(config)#interface fa0/6 Se configura la interface 
DLS2(config-if)#switchport mode Access Se configura la interface en modo acceso 
DLS2(config-if)#switchport access vlan 12 Se asigna la vlan al puerto de la interface 
DLS2(config-if)#switchport access vlan 1010 Se asigna la vlan al puerto de la 
interface 
DLS2(config-if)#spanning-tree portfast Se configura en spanning-tree portfast 
DLS2(config-if)#exit 
DLS2(config)#interface fa0/15 Se configura la interface 
DLS2(config-if)#switchport mode Access Se configura la interface en modo acceso 
DLS2(config-if)#switchport access vlan 1111 Se asigna la vlan al puerto de la 
interface 
DLS2(config-if)#exit 
DLS2(config)#interface range fa0/16-18 Se configura dos interfaces 
DLS2(config-if-range)#switchport mode Access Se configura la interface en modo 
acceso 









ALS1(config)#interface fa0/6 Se configura la interface 
ALS1(config-if)#switchport mode Access Se configura la interface en modo acceso 
ALS1(config-if)#switchport access vlan 123 Se asigna la vlan al puerto de la 
interface 
ALS1(config-if)#switchport access vlan 1010 Se asigna la vlan al puerto de la 
interface 
ALS1(config-if)#exit 
ALS1(config)#interface fa0/15 Se configura la interface 
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ALS1(config-if)#switchport mode Access Se configura la interface en modo acceso 








ALS2(config)#interface fa0/6 Se configura la interface 
ALS2(config-if)#switchport mode Access Se configura la interface en modo acceso 
ALS2(config-if)#switchport access vlan 234 Se asigna la vlan al puerto de la 
interface 
ALS2(config-if)#spanning-tree portfast Se configura en spanning-tree portfast 
ALS2(config-if)#exit 
ALS2(config)#interface fa0/15 Se configura la interface 
ALS2(config-if)#switchport mode Access Se configura la interface en modo acceso 





Parte 2: conectividad de red de prueba y las opciones configuradas. 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 















Figura 6. Verificación VLAN en DLS1. 
 











Figura 7. Verificación VLAN en DLS2. 
 
















Figura 8. Verificación VLAN en ALS1. 
 















Figura 9. Verificación VLAN en ALS2. 
 
















Figura 10. Verificación Troncales en DLS1. 
 












Figura 11. Verificación Troncales en DLS2. 
 












 Figura 12. Verificación Troncales en ALS1. 
 












Figura 13. Verificación Troncales en ALS2. 
 
Fuente: Autor del proyecto. 
 
 









Figura 14. Verificación EtherChannel en DLS1. 
 













Figura 15. Verificación EtherChannel en DLS2. 
 
Fuente: Autor del proyecto. 
 










Figura 16. Verificación Spanning-Tree en DLS1. 
 













Figura 17. Verificación Spanning-Tree en DLS2. 
 







Con el desarrollo de esta prueba se comprende la mayoría de los conceptos vistos 
en el transcurso del curso del diplomado de profundización cisco y ayuda a 
desenvolverse teniendo como base estos escenarios que son asociados a 
problemas en la vida cotidiana, con el desarrollo del escenario 1 se permite 
contribuir con el aprendizaje de la configuración del protocolo OSPF e EIGRP, 
donde se asignan las redes que están conectadas directamente y realizar su 
correcta asignación a sus áreas y alias. 
 
Por otra parte, del mismo escenario 1 permitió la asimilación acerca de la 
redistribución de los protocolos, permitiendo la comunicación entre ellos y la 
asignación R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 50000 
y luego redistribuir las rutas OSPF en EIGRP usando un ancho de banda T1 y 
20,000 microsegundos de retardo. 
 
Para el escenario 2, se comprende la utilización del modo VTP en los switches y la 
asignación de las VLANS, de este modo se controla la creación de las VLANS en 
los demás switches configurados como clientes. 
 
Se identifica las herramientas de supervisión y protocolos de administración de red 
disponibles en el IOS para resolver los problemas de las redes de datos, evaluando 
el desempeño de routers y switches. Finalmente, durante la evaluación, se probó y 







CISCO. (2014). Conceptos de Routing. Principios de Enrutamiento y Conmutación. 
Recuperado de  https://static-course-
assets.s3.amazonaws.com/RSE50ES/module4/index.html#4.0.1.1   
 
CISCO. (2014). Configuración y conceptos básicos de Switching. Principios de 
Enrutamiento        y        Conmutación.      Recuperado       de https://static-course-
assets.s3.amazonaws.com/RSE50ES/module2/index.html#2.0.1.1  
 
CISCO. (2014). Enrutamiento entre VLANs. Principios de Enrutamiento y 
Conmutación. Recuperado de https://static-course-
assets.s3.amazonaws.com/RSE50ES/module5/index.html#5.0.1.1   
 




























UNAD (2017). PING y TRACER como estrategia en procesos de Networking [OVA]. 
Recuperado de  https://1drv.ms/u/s!AmIJYei-NT1IhgTCtKY-7F5KIRC3  
