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Les xarxes de comunicació, en especial Internet, han assolit un nivell 
d’importància inimaginable fa uns anys. 
 
Una forma per millorar la xarxa és estudiar-la a nivell topològic, per tal de 
poder comprendre-la millor i poder implementar nous algoritmes i noves 
tecnologies que permetin augmentar el rendiment. L’estudi d’aquestes xarxes 
es fa mitjançant grafs. 
 
Hi han diferents tipus de topologies complexes IPs. La majoria d’elles són 
específiques d’un tipus de xarxes concretes, però en aquest TFC es centra en 
els 3 casos més importants. L’estudi de les xarxes es fa mitjançant grafs. 
 
L’objectiu principal d’aquest TFC ha estat centrat en l’anàlisi de topologies 
complexes per a xarxes a nivell IP, mitjançant grafs.  
  
Existeixen programes per ajudar-nos a analitzar grafs. Durant aquest projecte 
s’ha fet servir el programa Pajek per l’anàlisi dels grafs. S’ha combinat amb R, 
que és un programa per a càlculs matemàtics, amb una llibreria especial per a 
l’estudi dels grafs (Igraph). S’inclou un manual dels comandes que s’han anat 
fent servir amb Pajek, i un seguit d’exemples per a facilitar la comprensió, ja 
que aquest treball està previst que sigui d’ajut a altres estudiants que vulguin 
continuar l’anàlisi de topologies complexes. 
 
Com no ha estat possible analitzar el graf complet d’Internet, es va decidir fer 
una aproximació. S’ha analitzat una petita porció de la xarxa obtinguda per 
altres projectes de recerca, i s’ha anat incrementant la seva dimensió fins a 
arribar a una xarxa formada per aproximadament 300.000 nodes. Es pot veure 
la tendència i podem fer-nos a la idea de quines característiques té Internet. 
 
Més endavant es va disposar d’informació més precisa extreta de la xarxa 
(informació proporcionada per CAIDA), la qual permet estudiar una 
aproximació d’Internet molt més realista, en un graf format per 3.300.000 
nodes. També s’ha pogut estudiar com estan estructurats els routers dins del 




Title:  Analysis and generation of complex network topologies. 
Author:  Guillermo Mayor García 
Director: David Rincón Rivera 






Communication networks, especially Internet, have reached a level of 
importance hard to imagine a few years ago.  
 
One key aspect when trying to to improve networks is to study their topologies, 
with the aim to understand them better and implement new algorithms and 
technologies to improve their performance.  
 
There are many types of complex IP topologies. Most of them are specific of 
particular networks, but this thesis focuses on the most important three cases. 
The study of these networks is through the graphs. 
 
Throughout this thesis, Pajek has been used for the analysis of graphs. It has 
been combined with R, which is a program for mathematical calculations, used 
in combination with a library specialized in graph analysis (Igraph). The thesis 
includes a manual with examples that have been used with Pajek, in order to 
be helpful for other students who wish to continue the analysis of complex 
topologies. 
 
As it has been not possible to analyse the complete graph of the Internet, we 
decided to use an approximation. An analysis of a small portion of the network 
has been done with information obtained by other research projects, and the 
final result has been a network of approximately 300,000 nodes. Thanks to this 
study, it is possible to see some trends and get an idea of what features the 
whole Internet has. 
 
Finally, to obtain a more realistic and precise information, it was necessary to 
get access to an specific source of information extracted from the network 
(information provided by CAIDA), which allows studying a more realistic 
approximation of Internet. The graph created with this information consists on a 





INTRODUCCIÓ ................................................................................................... 1	  
1.	   ANÀLISIS DE XARXES ............................................................................... 3	  
1.1	   Mesures bàsiques en grafs .............................................................................................. 3	  
1.1.1	   Clustering Coefficient (coeficient d’agrupació) ....................................................... 3	  
1.1.2	   Degree distribution (distribució de grau) ................................................................ 4	  
1.1.3	   Average Path Length (Distància mitjana del camí) ................................................ 5	  
1.1.4	   Altres mesures ....................................................................................................... 5	  
1.2	   Grafs Aleatoris .................................................................................................................. 7	  
1.3	   Small World ....................................................................................................................... 8	  
1.4	   Scale-free ......................................................................................................................... 10	  
1.5	   Scale-free vs Small World .............................................................................................. 12	  
1.6	   Rewiring Probability i els seus efectes ......................................................................... 12	  
1.6.1	   Estudi de RWP ..................................................................................................... 14	  
2.	   ESTUDI DE XARXES REALS .................................................................... 19	  
2.1	   Lumeta IPSonar ............................................................................................................... 19	  
2.1.1	   Adaptació de la informació ................................................................................... 20	  
2.1.2	   Mesures ................................................................................................................ 21	  
2.1.3	   Comentaris ........................................................................................................... 30	  
2.2	   ITDK de CAIDA ................................................................................................................ 33	  
2.2.1	   Eines .................................................................................................................... 33	  
2.2.2	   Tipus d’arxius: ...................................................................................................... 34	  
2.2.3	   Mesures ................................................................................................................ 38	  
2.3	   Sistemes autònoms (AS) ................................................................................................ 44	  
3.	   CONCLUSIONS I LÍNIES FUTURES ......................................................... 48	  
4.	   BIBLIOGRAFIA .......................................................................................... 51	  
GLOSSARI ........................................................................................................ 53	  
5.	   ANNEXES .................................................................................................. 57	  
6.	   ANNEX B. ANÀLISIS AMB PAJEK ........................................................... 71	  
6.1	   ¿Què és Pajek ................................................................................................................. 71	  
6.1.1	   Per què Pajek? ..................................................................................................... 71	  
 6.2	   Funcionament Bàsic. ...................................................................................................... 72	  
6.2.1	   Primers passos amb Pajek. .................................................................................. 72	  
6.2.2	   Creació del fitxer .net: .......................................................................................... 72	  
6.2.3	   Representació amb Pajek .................................................................................... 73	  
6.2.4	   Períodes ............................................................................................................... 74	  
6.2.5	   Representació dels elements. .............................................................................. 76	  
6.2.6	   Vectors ................................................................................................................. 79	  
6.2.7	   Partitions (2-Mode) ............................................................................................... 80	  
6.3	   Informació de les xarxes. ............................................................................................... 82	  
6.3.1	   Connexitat ............................................................................................................ 83	  
6.3.2	   Distància ............................................................................................................... 83	  
6.3.3	   Centralitat ............................................................................................................. 84	  
6.4	   Mesures avançades amb Pajek. .................................................................................... 86	  
6.4.1	   Coeficient de Clustering ....................................................................................... 86	  
6.4.2	   Distribució de Grau (Degree Distribution (DD)) .................................................... 88	  
6.4.3	   Average Path Length (longitud mitjana del camí) ................................................ 89	  
6.5	   Altres opcions de Pajek ................................................................................................. 90	  
6.6	   Pajek & R. ........................................................................................................................ 92	  
6.6.1	   Associar Pajek amb R .......................................................................................... 92	  
6.6.2	   Enviar informació a R des de Pajek ..................................................................... 92	  
6.7	   Notes de Pajek y R .......................................................................................................... 95	  
6.7.1	   Visualització ......................................................................................................... 95	  
6.7.2	   Grafs aleatoris ...................................................................................................... 95	  
6.7.3	   Mesures amb R. ................................................................................................... 97	  








L’objectiu principal d’aquest TFC és l’anàlisi i el disseny de topologies 
complexes per a xarxes IP. Això implica conèixer els diferents tipus de 
topologies que es poden trobar, entendre les seves propietats i saber què les fa 
particulars.  
 
El fet de conèixer i entendre les propietats de les xarxes permet ajudar a 
millorar aquestes en diferents aspectes, ja sigui la seva resistència enfront a 
caigudes de nodes, o la millora de l’encaminament al poder obtenir xarxes amb 
rutes més directes. Tanmateix, el fet d’obtenir rutes amb la participació d’una 
quantitat menor de nodes implica un retard menor i una reducció del consum 
energètic.  
 
Una part del projecte es centrarà en l’estudi i anàlisi de dos tipus d’estructures 
molt interessants com són Small World i Scale-free. Tant una com l’altra són 
relativament noves en el món dels grafs.  
 
La particularitat dels grafs Small World és que molts nodes comparteixen una 
gran quantitat de veïns entre si, però al mateix temps és possible accedir d’un 
node a un altre en una quantitat de salts relativament reduïda. Una 
característica interesant d’aquest tipus de grafs és que són equiparables a les 
xarxes socials, o més ben dit, una xarxa social es pot representar com un graf 
Small World. Per tant, teòricament compleix la teoria proposada en el 1930 per 
Frigyes Karinthy dels sis graus de separació [1], que a grans trets, es podria 
resumir com una teoria que intenta provar que qualsevol persona està 
connectada a qualsevol altre persona del planeta, mitjançant una cadena de 
coneguts que no té més de 5 intermediaris (en el cas dels grafs les persones 
serien nodes). 
 
La particularitat més destacada de les xarxes Scale-free és que uns pocs 
nodes tenen moltíssimes connexions o enllaços a altres nodes, però el grau de 
connexió de gairebé tots els nodes és força baix.  
 
Amb l’objectiu de proporcionar uns coneixements i establir unes bases per a 
futures continuacions amb altres Treballs o Projectes de Fi de Carrera es va 
proposar la realització d'un seguit de tasques per a poder estudiar i analitzar 
xarxes complexes. Per a treballar a l’escala de les xarxes reals (centenars de 
milers o milions de nodes) i poder analitzar-les són imprescindibles dues eines; 
un programa que ens ajudi a analitzar els grafs de les xarxes, i el coneixement 
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Tenint en compte els objectius, el treball s’ha estructurat en 3 grans blocs: 
 
• Capítol 1: Introducció a la teoria d’anàlisis de xarxes: és el més curt, 
però a l’hora imprescindible. S’hi expliquen els conceptes necessaris per a 
poder entendre quins paràmetres defineixen una xarxa, certs tipus o 
famílies de xarxa específics, i quines diferències hi ha entre elles. 
 
• Capítol 2: Estudi de xarxes reals: aquest bloc es dedica a l’anàlisi de 
dades de mostres proporcionades per diferents equips d’experts dedicats a 
la investigació i l’anàlisi de xarxes, amb l’objectiu de poder estudiar la 
totalitat de la xarxa, o almenys part de la mateixa. 
 
• Annexos: Eines per l’estudi: és on es troba la part més laboriosa del 
procés. Comprèn tots els programes que s’han creat amb el fi de poder 
adaptar la informació a un format concret, o modificar-la amb un objectiu 
concret. A més a més, s’inclouen manuals creats amb la finalitat de 
transmetre els coneixements adquirits amb l’ús de software específic per al 
tractament estadístic de grafs. Concretament s’ha utilitzat: 
 
o Pajek: És un software per a l’anàlisis i visualització de xarxes, és 
el programa que s’ha fet servir amb més freqüència al projecte. 
És un software lliure que funciona amb Windows, i és possible 
descarregar-lo a http://vlado.fmf.uni-lj.si/pub/networks/pajek/. S’ha 
creat un manual, que es pot consultar a l’Annex, capítol 6, amb 
l’objectiu que un nou estudiant pugui familiaritzar-se amb més 
rapidesa i facilitat amb una eina d’anàlisi de grafs, com és Pajek, i 
pugui evitar un seguit de dubtes i errors.  
 
o R: http://cran.es.r-project.org/. És un programa per a càlculs 
estadístics i obtenció de gràfiques. Es dóna un manual a l’Annex 
6.5 . 
	  
o iGraph: http://igraph.sourceforge.net/. És un paquet de programari 
lliure per a crear i manipular els grafs no dirigits i dirigits, que 
inclou implementacions dels problemes clàssics de la teoria de 
grafs. S’ha fet servir com a biblioteca per a R. 
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1. Anàlisis de xarxes 
 
Una xarxa és un conjunt d'elements, anomenats vèrtexs o nodes. Poden existir 
connexions entre ells, anomenades enllaços. 
 
Hi ha sistemes de representació de xarxes, que en la literatura matemàtica 
s’anomenen “grafs”. Aquests sistemes no tenen perquè representar una xarxa 
de comunicació, podrien representar la cadena alimentaria, les amistats 
compartides entre la gent, etc. En definitiva, ajuden a estudiar la comunicació 
que existeix entre els elements. 
 
Les topologies complexes que són més interessants per a aquest estudi, són 
els grafs del tipus aleatori, Scale-free i Small World. però abans de començar 
l’estudi de topologies concretes es definiran unes mesures o paràmetres bàsics 
que es poden extreure d’un graf.  
 
El lector interessat en aprofundir la teoria presentada en aquest capítol pot 
consultar les referències [2,3]. 
 
 
1.1 Mesures bàsiques en grafs 
 
Hi ha molts paràmetres o mesures que es poden obtenir d’un grafs, i poden 
ajudar a definir-lo, però no tots gaudeixen de la mateixa rellevància, en funció 
del que pugui interessar en un estudi en concret. 
 
Les mesures més representatives, i en aquest estudi les més influents són: 
• Clustering Coefficient: Agrupació dels nodes que formen el graf. 
• Degree Distribution: El grau o nombre d’enllaços de cada vèrtex. 
• Average Path Length: Separació mitjana entre dos nodes qualsevol del 
graf. 
1.1.1 Clustering Coefficient (coeficient d’agrupació) 
 
El coeficient d'agrupament (esmentat en la literatura també com clustering 
coefficient), és una mesura del grau en què els nodes en un graf tendeixen a 
agrupar-se. En algunes ocasions, dins del món de la teoria de xarxes, es 
denomina a aquest coeficient també com transitivitat. 
 
Existeixen dues versions d'aquesta mesura: global i local. La versió global va 
ser dissenyada per donar una indicació general de l'agrupació en la xarxa, 
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Coeficient d’agrupament global: 
 
El coeficient d'agrupament global es basa en les triplets. Un triplet són tres 
nodes que estan connectats per qualsevol dels dos (triplet obert) o tres (triplet 
tancat) enllaços. Un triangle es compon de tres triplets tancats, un centrat en 
cada un dels nodes. El coeficient d'agrupació global és el nombre de triplets 
tancats (o triangles multiplicats per 3) sobre el total de triplets (tant oberts com 
tancats). Aquesta mesura dóna una idea de l'agrupació total de la xarxa. 
 




Coeficient d’agrupament local: 
 
El coeficient d'agrupament local d'un vèrtex en un graf quantifica com de prop 
estan els seus veïns. 
 
El veïnatge N per a un vèrtex vi es defineix com la connectivitat dels seus veïns 




El coeficient d'agrupació local Ci per a un vèrtex Vi ve donat per la proporció 
d'enllaços entre els vèrtexs dins del seu veïnatge, dividit pel nombre d'enllaços 
que podrien haver entre ells. Per a un graf directe, eij és diferent de eji’ i, per 
tant, per a cada veïnatge Ni hi ha ki(ki − 1) vincles que poden existir entre els 
vèrtexs dins del veïnatge (ki és el grau total del vèrtex). És a dir, l'agrupació 





1.1.2 Degree distribution (distribució de grau) 
 
En l'estudi de grafs i xarxes complexes, el grau d'un vèrtex en una xarxa és el 
nombre de connexions associades a un vèrtex. Si es fa un recompte en una 
xarxa del nombre de nodes per a cada grau, s’obté una distribució de grau que 
seria entesa com la distribució de probabilitat d'un grau a la xarxa. 
 
El grau d'un node en una xarxa (de vegades denominat incorrectament com 
connectivitat) és el nombre de connexions d'un vèrtex o node amb altres nodes. 
Existeixen grafs dirigits, això significa que hi haurà enllaços que surtin i altres 
que entrin dels nodes i, per tant, s'ha d'esmentar que hi ha graus de sortida i 
d'entrada en funció de la disposició dels enllaços entrants i sortints dels nodes. 
C = 3! nombre de triangles
nombre de triangles del vèrtex conectats
=
nombre de triplets tancats
nombre de triangles del vèrtex conectats
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La distribució de grau en una xarxa es representa habitualment com P(k) i és 
definida com la fracció de nodes a la xarxa amb un cert grau k. És com dir que, 
la xarxa té una quantitat de n nodes en total, i nk d'ells es reparteixen en cada 
grau k. D'aquesta manera es té P (k) = nk / n. La mateixa informació es 
presenta en forma d'una distribució cumulativa de grau que indica la fracció de 
nodes amb un grau major o igual que k. 
 
Amb el càlcul del grau de distribució de tots els nodes es pot obtenir l’average 
degree, que és el càlcul de la mitjana del grau de distribució de tots els nodes 
del graf. 
 
1.1.3 Average Path Length (Distància mitjana del camí) 
 
Es defineix com el nombre mitjà de salts al llarg dels camins més curts per a 
tots els possibles parells de nodes de la xarxa. Es tracta d'una mesura de 
l'eficiència de la informació o el transport massiu en una xarxa. Per exemple, té 
aplicacions clares als algoritmes d’encaminament en xarxes d’ordinadors. 
 
No s'ha de confondre amb el diàmetre de la xarxa, que es defineix com la 
distància màxima entre dos nodes de la xarxa. 
 
Considerant un graf G format pels vèrtex n. La distància d entre v1 i v2 es 
denota per d(v1,v2), on els dos vèrtex pertanyen a G, i la distància és la mínima. 





1.1.4 Altres mesures 
 
Density o densitat: és un indicador de la cohesió de la xarxa, ja que es basa 
en el número de vincles entre els membres de la xarxa, és a dir, ens permet 
mesurar fins a quin punt la xarxa està connectada. 
 
La resistència (resilience) és la capacitat de la xarxa per a proporcionar i 
mantenir un nivell acceptable de servei en front a les caigudes de nodes. Es pot 
dir que, una xarxa és més resistent respecte a un altre si el seu Clustering 
Coeficient és major. 
 
El referir-se a l’eficiència d’un graf, és referir-se a la facilitat que proporciona la 
topologia del graf per a permetre la comunicació entre dos nodes.  Per tant, es 
podrà dir que un graf A té millor eficiència que un graf B, si el graf A, té una 
distància mitjana entre dos nodes menor que la que presenti el graf B.  
 
Quan es parli de la dimensió del graf es farà referencia al nombre de nodes 
que formen el graf. 
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Llei de Potència (Power Law): Una llei de potències és un tipus especial de 
relació matemàtica entre dues quantitats. Aplicat a l'estadística, si aquestes 
dues quantitats són la variable aleatòria i la seva freqüència, en una distribució 
de llei de potències, les freqüències decreixen segons un exponent quan la 
variable aleatòria augmenta. Per exemple, un terratrèmol de doble intensitat és 
quatre vegades més improbable que un de intensitat normal. Si aquest patró es 
manté per als terratrèmols de totes les intensitats, es diu que la distribució 
"escala". Les lleis de potències també descriuen altres tipus de relacions, com 
el metabolisme basal d'una espècie i la seva massa corporal (anomenada llei 
de Kleiber), o la mida d'una ciutat i el nombre de patents que produeix. El que 
aquesta relació indica és que no hi ha grandària típica en un sentit 
convencional. Les lleis de potències es troben tant en la naturalesa com en 
àmbits artificials, i són un camp d'estudi actiu per la comunitat científica. 
 
Una relació en forma de llei de potències entre dos escalars x i y és aquella 
que pot expressar de la manera següent: 
 
y = axk  
 
on a (la constant de proporcionalitat) y k (l'exponent de la potència) són 
constants. 
 
La llei de potències es pot interpretar com una línia recta en un gràfic doble-
logarítmic, ja que l'equació anterior es pot expressar: 
 
log(y) = k ! log(x)+ log(a)  
 
la qual presenta la mateixa forma que l’equació d’una línia recta: 
 
y =mx + c  
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1.2 Grafs Aleatoris 
 
Un graf aleatori s'obté a partir d'un conjunt de n vèrtexs i l'addició d'enllaços 
entre ells a l'atzar. Diferents models de grafs aleatoris produeixen diferents 
distribucions de probabilitat en els gràfics. El més estudiat és el proposat per 
Edgar Gilbert, que es denota G(n, p), en el qual tots els enllaços possibles es 
produeix de forma independent amb una probabilitat p. Un model estretament 
relacionat, és el de Erdös-Rényi, denotat com G(n, M), que assigna la mateixa 
probabilitat a tots els grafs amb una quantitat d’enllaços exactament M. Aquest 
últim model pot ser vist com una instantània en un moment determinat (I) del 
procés de grafs aleatoris {G}n, que és un procés estocàstic que comença amb n 
vèrtexs i sense enllaços, i en cada pas, s'afegeix un nou enllaç triat de manera 
uniforme des del conjunt d’enllaços que falten (per tant hi haurà M instants I). 
 
 
Fig. 1.1 Exemple graf aleatori 
 
La idea dels grafs aleatoris és enllaçar de forma prèviament incerta un conjunt 
de N nodes. Per a realitzar això, es poden seguir diverses estratègies, i 
cadascuna d'elles proporciona un model de xarxes (grafs) aleatòries. Un dels 
camps d'estudi més actiu [4] és el dels grafs aleatoris dinàmics en els quals es 
van afegint nodes a mesura que passa el temps. Aquests grafs mostren certes 
propietats de les xarxes reals, i podria ser una primera aproximació al 
modelatge de casos com ara el procés de creixement i expansió d’Internet, tot i 
que, aquest creixement no és necessàriament aleatori (hi ha raons 
tecnològiques i econòmiques per a que no sigui així [5]).  
 
Alguns teoremes es dedueixen del model [6]. Per exemple, si G (n, p) és un 




Donat un G(n, p) amb un valor p constant i independent de n, llavors el graf 
segur que posseeix un diàmetre igual a 2. 
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Teorema 2 
 
Per a un graf G (n, p) aleatori s'estableix que   . Si c> 1 llavors, 
gairebé tots els grafs no tenen vèrtexs aïllats i si c <1 gairebé tots els grafs 
tenen almenys un vèrtex aïllat. 
 
 
1.3 Small World  
 
Una xarxa Small World, és un graf on la majoria dels nodes no són veïns entre 
si, però la distància que separa dos nodes qualsevols de la xarxa és 
relativament petita. 
 
Té la particularitat que, en la majoria de casos, compleix la teoria proposada en 
el 1930 per Frigyes Karinthy. Aquesta teoria és coneguda com els sis graus de 
separació, que a grans trets, es podria resumir com una teoria que intenta 
provar que qualsevol persona està connectada a qualsevol altre persona del 
planeta, mitjançant una cadena de coneguts que no té més de cinc 
intermediaris (En el cas dels grafs les persones serien nodes). 
 
Una xarxa social, on els nodes són persones i els enllaços podrien ser les 
relacions d’amistat entre ells, és un bon exemple per a entendre el concepte, ja 
que en general una persona comparteix un gran número de contactes amb la 
majoria dels seus propis contactes. 
 
A continuació, la Fig 1.2, és un exemple de graf Small World amb 100 nodes i 
400 enllaços, es compararà amb la Fig 1.3, que és un graf format pel mateix 
nombre de nodes i enllaços, però amb un valor diferent de Rewiring Probability, 
un concepte que s’explica a continuació. 
 
Rewiring probability 0. (Rewiring probability, és la probabilitat de què es 
produeixi un canvi d’enllaç entre 2 nodes, per a passar a connectar dos nodes 















Fig. 1.2 Graf Small World 
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Taula 1.1 
Clustering Coefficient Density Average Path Length 
0.5 0.04 12.87879 
Degree Distribution  Average Degree 
Tots tenen 4 4 
 
Si es repeteix el procés amb un Rewiring Probability =0.01 (és a dir, reubicant 
només un 1% dels enllaços): 
 
 
Fig. 1.3 Graf Small World amb RWP = 0.01 
 
Clustering Coefficient Density Average Path Length 
0.492 0.0404 8.97232 
Degree Distribution Average Degree 
96 amb grau 4 i 4 amb grau 5 4,04 
 
Com a conclusions: 
• S’observa que el Coeficient de Clustering disminueix en el segon graf, ja 
que els nodes amb les noves connexions pateixen una reducció del 
mateix. És important remarcar que aquest coeficient, indica com de ben 
connectat està un node amb els seus veïns mitjançant camins 
secundaris. Això no implica que una xarxa amb un CC més alt sigui 
millor.  
 
• Una Densitat major indicaria que, una xarxa té una relació major entre el 
nombre de connexions i totes les connexions possibles que es podrien 
fer. En principi una densitat major indica que un graf és millor, però cal 
remarcar que això és a priori (per tipus de graf com aquest, o grafs 
aleatoris per exemple), però no és decisiu ja que, es poden tenir molts 
enllaços, però mal connectats. 
 
• Average Degree indica que el primer graf té una connectivitat mitjana de 
nodes menor, ja que per a cada node hi ha 4 connexions, en lloc de les 
4,04 connexions/node del segon graf. 
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• L’Average Path Length (APL) millora notòriament, ja que passa de ser 
12.87879 a 8.97232. És important destacar que la reducció d’aquest 
paràmetre és de més d’un 30% del seu valor. Recordant que aquest 
valor és la distància mitjana que separa un parell de nodes qualsevol en 
un graf, és una variació significativa. Un Average Path Length més reduït 
és millor, ja que redueix el número mig de salts durant una transmissió, 
el que per exemple podria influir en altres factors com el consum 
energètic. 
 
Conclusió: Un petit canvi (només 2 enllaços de 400) ha provocat un gran canvi 
en un dels paràmetres. Un valor “millor” en un d’aquests paràmetre no indica 
que una xarxa sigui millor que un altre, cal fixar-se en el conjunt de les 4 




Una xarxa Scale-free és un tipus específic de xarxa complexa. En una xarxa 
Scale-free, alguns nodes estan altament connectats, és a dir, tenen un gran 
nombre d’enllaços a altres nodes, però el grau de la resta de nodes és bastant 
baix. Un dels models matemàtics que té aquesta propietat és la llei de potència 
o power law. 
 
El que defineix una xarxa scale-free com a tal, és la seva gràfica de distribució 
de grau, podent tenir més o menys pendent, en funció de la centralització dels 
nodes. El seu patró (seguint una “power law”, o llei de potències) és sempre 
descendent, indicant que hi ha una quantitat molt elevada de nodes amb pocs 
enllaços, i pocs nodes amb molts enllaços. Més endavant es veuran exemples.  
 
Una altra característica d’aquest tipus de grafs és que el seu coeficient de 
clustering es redueix a mesura que augmenta el grau nodal. Això és degut a 
que, a mesura que s’incrementa el nombre de nodes la proporció de nodes 
amb pocs enllaços (amb un coeficient de clustering reduït) respecte als nodes 
amb molts enllaços (amb un coeficient de clustering alt) augmenta, per tant, la 
mitjana del coeficient es redueix. 
 
Un exemple podria ser la Fig 1.4; És un graf Scale-free creat de forma manual 
(100 nodes). Als annexes, al apartat de Notes de Pajek, s’explica com crear un 
graf d’aquest tipus de forma aleatòria.  
 









Density Average Path Length 
0.0409524 0.0201 10.01737 
Degree Distribution  Average Degree 
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1.5 Scale-free vs Small World 
 
Comparant els resultats obtinguts, als anàlisis anteriors i, tenint en conte que 
les dues xarxes tenen el mateix nombre de nodes (però no el mateix nombre 
d’enllaços):  
 
• El CC és mes gran en el graf Small-world (en l’exemple 10 cops més). 
• Les interconnexions entre els nodes són menors al graf scale-free. 
• El valor mitjà de la distància entre un parell de nodes és més gran al graf 
scale-free. 
• El número mig de connexions per node és la meitat, en l’exemple de 
xarxa scale-free. 
L’eficiència dels grafs no és fàcil de comparar, ja que en el cas dels grafs scale-
free depèn molt de la centralitat del graf, i en els grafs small world depèn 
totalment del seu valor de rewiring probability. Però en qualsevol dels casos la 
resistència dels grafs Small world és molt major. Un problema que presenten 
els grafs scale-free referent a la resistència de la xarxa, és que tenen un seguit 
de nodes amb un elevat nombre de enllaços i, si aquests cauen la xarxa pot 
quedar molt malmesa. 
 
Conclusió: Buscar una eficiència més elevada implica una reducció de la 
resistència de la xarxa (network resilience). L’ideal seria buscar un equilibri 
entre aquestes dues característiques. 
 
1.6 Rewiring Probability i els seus efectes 
 
Les xarxes amb característiques small word poden millorar la seva eficiència 
(és a dir reduir el seu Average Path Length) augmentant la rewiring probability 
(respecte a 0). En la Taula 1.2 es pot veure com afecta aquest factor al 
Clustering Coeficient i l’Average Path Length (graf de 100 nodes i 4 enllaços 
per node). 
 
Els grafs s’han generat com s’explica als annexes. Al apartat grafs aleatoris. 
Taula 1.2 
RWP1	   APL2	   CC	  
	  0	   12.88	   0.5	  
	  
0,05	   6.49	   0.4543	  
	  
0,1	   4.75	   0.349	  
	  
0,25	   4	   0.228	  
	  
0,5	   3.56	   0.096	  
	  
0,75	   3.45	   0.0391	  
	  
1	   3.43	   0.0227	  
                                            
1 RWP: Rewiring Probability 
2 APL: Average Path Length 
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Segons els resultats obtinguts, s’han creat les dues gràfiques següents per 
observar l’evolució de les dos propietats. 
 
 
Fig. 1.5 Efecte del RWP sobre el CC 
 
 
Fig. 1.6 Efecte del RWP sobre el APL 
 
Un valor petit de RWP afecta relativament poc al coeficient de clustering. Per 
contra, l’APL experimenta un decrement aproximadament exponencial en 
funció de la RWP. La modificació d’aquest paràmetre, en valors reduïts 
exerceix una reducció més significativa a la distància mitjana entre nodes que 
al coeficient d’agrupament. 
 
En aquest exemple de 100 nodes, un valor de RWP entre 0,05 i 0,1 ofereix a la 
xarxa un decrement entre el 50% i el 60% en el número mig de salts que ha de 
fer un node per accedir a un altre. Per altra banda, el CC pateix una reducció 
d’entre el 9% i 30%. Es pot concloure que, l’increment del RWP implica una 
pèrdua de resistència de la xarxa però a canvi, s’obté una millora de l’eficiència. 
Sembla ser, al menys en l’exemple, que per a valors de RWP més petits que 
0,1 és on es pot obtenir més benefici d’aquest comportament ja que, per a 
valors més alts de RWP el retall de la distància mitjana entre nodes es redueix 
de forma molt insignificant. 
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1.6.1 Estudi de RWP 
 
Com s’ha demostrat a l’apartat anterior, el valor de RWP pot afectar 
considerablement a les característiques del graf [7], i es vol demostrar que és 
possible trobar el marge de valors per al qual el graf ofereix millors prestacions 
(És a dir, una petita pèrdua de la resistència i una moderada/gran millora 
d’eficiència). 
 
Hi ha dues variables que determinen la topologia d’un graf Small World: una és 
el nombre de veïns de cada node (nombre d’enllaços que té cada node, és a dir 
el grau de cada node), i l’altra és el número de nodes que formen el conjunt. 
 
Fixant-se en el CC que ofereix un graf Small World, amb un valor constant del 
nombre de nodes, i variant el nombre de veïns, sempre amb un valor de 
RWP=0: 
 
• Un graf de 1000 nodes i 4 enllaços per node, té CC = 0,5 
• Un graf de 1000 nodes i 10 enllaços per node, té CC = 0,66667 
• Un graf de 1000 nodes i 40 enllaços per node, té CC = 0,73 
• Un graf de 1000 nodes i 100 enllaços per node, té CC = 0,74 
 
S’observa que el valor de CC és elevat, oferint la possibilitat de permetre reduir 
aquest valor, per tal d’intentar oferir un camí més curt entre nodes (reduir el 
Average Path Length). Això es pot aconseguir mitjançant el RWP, com s’ha 
demostrat anteriorment. 
 
La millora del Average Path Length depèn en gran mesura del número de 
nodes que formen la xarxa. Per a xarxes molt grans, la millora és molt més 
notòria que per a xarxes petites (Com es pot veure en els següents valors, que 
han estat extret d’un graf small world amb 10 enllaços per node. Els grafs s’han 
generat de forma aleatòria). 
 
Taula 1.3 Per 100 nodes 
 
RWP CC APL  CC % APL % 
0 0,6666667 5,454545  100 100 
0,02 0,6002689 2,839156  90,0403305 52,0511977 
0,05 0,5124234 2,748889  76,8635062 50,3963025 
0,1 0,4339435 2,552525  65,0915217 46,7962956 
0,15 0,2895558 2,417374  43,4333678 44,318527 
0,2 0,2754929 2,397172  41,3239329 43,948157 
0,3 0,1563176 2,303232  23,4476388 42,2259235 
0,5 0,0978877 2,256566  14,6831543 41,3703801 
1 0,09728367 2,283434  14,5925498 41,8629602 
 
A la Fig 1.7 esquerra es representa el CC, en funció de la RWP, i a la Fig 1.7 
dreta es representa el APL, també en funció de la RWP.  
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Taula 1.4 Per 1000 nodes 
 
RWP CC APL  CC % APL % 
0 0,6666667 50  100 100 
0,01 0,6327968 7,125405  94,9195153 14,1235708 
0,02 0,6045879 5,865494  90,6881805 11,6262471 
0,05 0,4973371 4,468438  74,6005613 8,85708254 
0,1 0,3530521 3,883712  52,9578124 7,69807207 
0,15 0,2715328 3,6718  40,729918 7,27803221 
0,2 0,1775223 3,506625  26,6283437 6,95063176 
0,3 0,09193188 3,378583  13,7897813 6,69683422 
0,5 0,02190544 3,279796  3,28581584 6,50102427 





























0	   0,1	  0,2	  0,3	  0,4	  0,5	  0,6	  0,7	  0,8	  0,9	   1	  
RWP	  
APL	  
Fig. 1.7 Esquerra Gràfica CC, Dreta APL 
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Taula 1.5 Per a 10.000 nodes 
 
RWP CC APL  CC % APL % 
0 0,6666667 500  100 100 
0,01 0,6268254 10,1484  94,0238053 2,02785493 
0,015 0,6098947 8,694788  91,4842004 1,73739395 
0,02 0,5944426 8,023284  89,1663855 1,60321391 
0,05 0,4945681 6,14932  74,1852113 1,22875812 
0,1 0,3602932 5,291879  54,0439773 1,05742412 
0,15 0,2587664 4,904437  38,8149581 0,9800054 
0,2 0,1811163 4,679437  27,1674436 0,93504586 
0,3 0,08139254 4,51444  12,2088804 0,90207613 
0,5 0,01119025 4,297313  1,67853742 0,85868978 




Nota: No ha estat possible calcular més valors, ja que per a 10.000 nodes, el 
Pajek ja té dificultats per a calcular el APL, per a un graf amb més nodes no és 







0	   0,1	  0,2	  0,3	  0,4	  0,5	  0,6	  0,7	  0,8	  0,9	   1	  
RWP	  
CC	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Observant les gràfiques es pot deduir que, per a qualsevol graf small-world, 
augmentar el nombre d’enllaços aleatoris (RWP) implica un sacrifici de CC i 
una reducció del APL. Però la relació pèrdua/guany de les propietats no és 
proporcional entre elles: 
 
• Per a xarxes d’uns 100 nodes: Una reducció del 10% del CC, implica 
que l’APL es redueix aproximadament un 42%. 
 
• Per a xarxes d’uns 1000 nodes: Una reducció del 10% del CC, implica 
que l’APL es redueix aproximadament un 89%. 
 
• Per a xarxes d’uns 10000 nodes: Una reducció del 10% del CC, implica 
que l’APL es redueix aproximadament un 98%. 
 




Per als últims càlculs del apartat anterior (reducció de l’APL), s’han fet servir 
grafs amb un RWP = 0,02, i no és exacte que amb aquest valor la reducció del 
CC és del 10%. S’ha de tenir present que el nombre de veïns de cada node ha 
sigut fixat en 10 veïns per node. Canviar aquest valor implica que la reducció 
del CC per a RWP = 0,02 no serà del 10% exactament. Per tant, és necessari 
estudiar aquesta influència.  
 
S’han creat grafs Small World formats per 10.000 nodes amb RWP = 0,02, 
seguidament s’ha variat el nombre d’enllaços per node, i es comprovarà si la 
variació del CC es manté propera al 10%. 
 
Amb 4 enllaços per node, la reducció del CC és de 8%.  
Amb 10 enllaços per node, la reducció del CC és del 10.5%.  
Amb 20 enllaços per node, la reducció del CC és de 10.02%. 
Amb 200 enllaços per node, la reducció del CC és de 10.8%.  
 
Com s’ha comprovat, la reducció del CC és aproximadament del 10% 
exceptuant el cas de 4 enllaços per node, però s’ha de tenir en compte que 4 
enllaços per node és un valor petit per a un graf d’aquestes dimensions. 
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1.6.1.2 Conclusions 
 
Per un graf del tipus Small World, un valor de RWP = 0,02 implica: 
 
• Reducció aproximada d’un 10% el CC, sense importar el nombre nodes, 
ni el nombre de veïns de cada node. 
 
• La reducció del APL és proporcional al nombre de nodes. A més nodes, 
més reducció. 
	  
Amb el valors obtinguts en les mesures realitzades, s’ha deduït la tendència 
que segueix aquest comportament dins dels rangs que s’han pogut estudiar, és 
a dir, grafs formats entre 100 i 10.000 nodes, amb qualsevol nombre d’enllaços 
per node i un RWP = 0,02. 
 
Reducció en % del APL = 1− !"#!,!"  ∙  (!"# ! !!)!∙!""    (1.1) 
 
On n és el nombre de nodes. 
 
Per a poder presentar l’estudi de forma rigorosa, seria precís realitzar un estudi 
complet, s’haurien de repetir els experiments i les generacions de grafs 
aleatoris cents o milers de vegades, per finalment fer la mitja dels resultats per 
demostrar que realment es compleix la teoria. 
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2. Estudi de xarxes reals 
 
Després d’haver introduït els coneixements necessaris, és el moment de 
plantejar l’anàlisi de xarxes reals, amb l’objectiu de estudiar-les i exposar els 
resultats obtinguts. 
 
El principal obstacle, per a poder dur a terme la investigació, és obtenir grafs o 
les dades necessàries per a poder generar els grafs, i desprès adaptar aquesta 
informació. Pajek només permet la introducció de les dades en un format 
concret, i al ser un volum tan gran de dades seria impensable modificar la 
informació de forma manual. Per això, s’han creat programes amb Java (entorn 
de desenvolupament Eclipse) per a poder adaptar la informació. El codi dels 
programes es pot trobar a l’Annex. 
 
S’analitzarà la informació que s’ha pogut obtenir de Lumeta IPSonar i de Caida. 
Depenent de la institució que realitza les captures d’informació s’utilitzen 
diferents mètodes, fent servir distintes eines. A la introducció de cada apartat hi 
ha una breu explicació dels mètodes que es fan servir, així com un resum de 




2.1 Lumeta IPSonar 
 
Primerament, s’analitzaran dades registrades per Lumeta IPSonar [8], on s’ha 
realitzat un seguit de traceroutes i s’han registrat els resultats. 
 
Traceroute és una eina de diagnòstic de xarxes, present en la majoria dels 
sistemes operatius. Aquesta eina permet determinar la ruta efectuada per a un 
paquet. La comanda Traceroute es pot fer servir per diagramar un mapa dels 
routers que es troben entre la màquina font i la màquina destí. 
 
Traceroute utilitza el camp Time To Live (TTL) de la capçalera IP. Aquest camp 
serveix perquè un paquet no romangui a la xarxa de forma indefinida. El camp 
TTL és un nombre enter que es redueix unitàriament per a cadascun dels 
nodes pels quals passa el paquet. D'aquesta forma, quan el camp TTL arriba al 
valor 0 ja no es reenviarà més sinó que, el node que l’estigui tractant en aquest 
moment el descartarà. El que fa traceroute és enviar paquets a la xarxa de 
manera que el primer paquet porti un valor TTL=1, el segon un TTL=2, etc. 
D'aquesta forma, el primer paquet serà eliminat pel primer node al que arribi. 
Quan un node elimina un paquet, envia a l'emissor un missatge de control 
especial indicant una incidència. Traceroute utilitza aquesta resposta per 
esbrinar l'adreça IP del node que rebutja el paquet, que serà el primer node de 
la xarxa. La segona vegada que s’envia un paquet, el TTL val 2, per la qual 
cosa passarà el primer node i arribarà al segon, on serà descartat, retornant de 
nou un missatge de control. Això es fa de forma successiva fins que el paquet 
arriba al seu destí. 
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Lumeta IPSonar divideix el procés de descobriment de la xarxa en dos etapes: 
Network Discovery i Host Discovery. 
 
Network Discovery: S’apliquen múltiples protocols de descobriment per a 
penetrar profundament en la xarxa, amb la finalitat d’identificar i filtrar els 
dispositius. S’intenta aïllar l’impacte dels tallafocs i dels routers amb llistes de 
control d’accés (ACL). L’objectiu és oferir una topologia de xarxa basada en 
rutes des de la perspectiva de connectivitat de les aplicacions. 
 
Host Discovery: Realitza un cens de totes les adreces IP mitjançant un multi-
protocol de detecció, identificant el perímetre real de la xarxa. Es marquen totes 
les adreces no reconegudes, assignant-les posteriorment a un identificador. 
 
Al ser una empresa que es dedica a vendre aquesta informació que es 
recol·lecta només s’ha pogut accedir a una part de la informació (extreta d’un 
únic Network Discovery), un graf format per 300.000 nodes, informació 
recol·lectada a finals del 2009. Per tant, les dades són bàsicament un registre 
de traceroute des d‘un únic punt. Com a conseqüència, els resultats de l’anàlisi 
no seran del tot correctes sinó, més bé orientatius, i han servit per a poder 
començar a treballar en aquest camp i a comprendre diferents aspectes del 
procés d’anàlisi de dades i adaptació de la informació. 
 
2.1.1 Adaptació de la informació 
 
La informació s’ha d’adequar per tal que Pajek pugui interpretar-la. En un 
principi les dades eren del format següent:  
 
65.198.68.33 -> 157.130.95.173 
65.198.68.33 -> 157.130.95.173 
157.130.95.173 -> 152.63.18.162 
152.63.18.162 -> 152.63.19.33 
152.63.19.33 -> 152.63.68.117 
 
Cada línia indica que hi ha un enllaç entre les dos IPs que apareixen a la línia. 
 
El procés d’adaptació es pot dividir en les següents parts: 
 







• Al ser informació extreta de traceroute, hi ha moltes referències a enllaços 
entre dos nodes que es repeteixen. En especial, entre els primers nodes 
als què estava connectat l’equip. Les declaracions d’enllaços que estiguin 
repetides s’han d’eliminar. 
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• És necessari canviar l’adreça IP per un número enter, a partir del 1. El 
procés que s’ha seguit és, a un vector introduir cada adreça IP en una 
posició, sempre i quan no es trobi ja dins del mateix. Finalitzat aquest 
procés, es tindrà un vector amb totes les adreces IP, endreçades per 
l’ordre en què apareixen. Aquesta posició (sumant-hi 1), serà el nou nom 
que correspondrà a l’IP que es troba a la situació especificada. A més a 
més, aprofitant el mateix rastreig del document, s’anirà escrivint en un nou 
arxiu, les mateixes relacions entre nodes, però ara amb el nou nom que 
s’atorga. 
• És necessari conèixer el nombre de nodes que formen el graf. Al estar 
numerats, el número de nodes, coincideix amb el nom del node més gran. 
Aquest procés s’ha realitzant fent servir el llenguatge Java, amb l’entorn de 
desenvolupament Eclipse, el codi es pot trobar al Apèndix. 
2.1.2 Mesures 
 
Hi ha mesures com el APL que en xarxes grans no es poden obtenir ja que el 
programa es satura a l’hora de realitzar un volum tan elevat de càlculs. Per a 
poder veure la tendència, s’han fet petits estudis, dividint la xarxa en diferents 
salts. Aquesta divisió s’ha fet mitjançat el nombre de salts respecte al node des 
del qual s’han fet els traceroute (L’anomenarem node 1). És a dir, s’han creat 
diferents grafs o subgrafs, un amb el que formen els nodes a una distància de 
fins a 4 salts respecte al node 1, a distància de fins a 5 o salts... fins a arribar a 
una distància 8 (La “partició” dels grafs, s’ha fet mitjançant java, amb el 
programa Eclipse, el codi es troba a l’annex). 
 
Per a poder visualitzar millor els salts, s’ha aprofitat l’oportunitat que ofereix 
Pajek, de “pintar” els enllaços, assignant un color diferent al enllaç en funció del 
grau de salt. 
 
Els resultats més importants són el grau dels nodes i nombre d’enllaços, és a 
dir, que amb un gràfic de Degree Distribution es podrà veure la tendència dels 
grafs. També es presentarà altra informació com distància mitjana entre nodes, 
grau mig dels nodes i la distància màxima entre dos nodes en el graf. 
 
Al següent full es mostren els resultats que retorna Pajek. Al estar generats de 
forma aleatòria, el nom (Identificador) que Pajek assigna a cada node és VN, 
on V vol dir Vèrtex i on N es el Nº de node. 
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• Mesures per a 4 salts:	  
Dimensió 305 nodes.  
Grau mig = 2.5442623 
Distància mitjana entre nodes: 3.72735 
Nodes més distants: v56 i v304. Distància 6. 
CC = 0.00047324 
 
 
Taula 2.1 Els 10 nodes amb major grau 
Rang Node Grau Identificador 
1 40 102 V40 
2 21 98 V21 
3 2 19 V2 
4 3 15 V3 
5 6 15 V6 
6 5 15 V5 
7 4 14 V4 
8 33 10 V33 
9 25 9 V25 
10 42 9 V42 
 
A continuació s’inclou la gràfica de distribució de grau, generada amb R com 
s’explica a l’annex. Amb la gràfica es pot conèixer quants nodes hi ha amb un 
grau determinat. L’eix vertical (freq) mostra el número de nodes, i l’eix inferior 




Fig. 2.1 Degree Distribution del subgraf de 4 salts 
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• Mesures per a 5 salts: 
Dimensió 1563 nodes. 
Grau mig = 2.21881 
Distància mitjana entre nodes: 4.86795 
Nodes més distants: v306 i v1563. Distància 8 
CC = 0.00043563 
 
 
Taula 2.2 Els 10 nodes amb major grau 
Rang Node Grau Identificador 
1 40 102 V40 
2 21 98 V21 
3 126 23 V126 
4 166 23 V166 
5 67 23 V67 
6 56 21 V56 
7 243 20 V243 
8 232 19 V232 
9 193 19 V193 




Fig. 2.2 Degree Distribution del subgraf de 5 salts 
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• Mesures per a 6 salts: 
Dimensió 5423 nodes. 
Grau mig = 2.6887539 
Distància mitjana entre nodes: 6.05340 
Nodes més distants: v1578 i v5432. Distància 10 
CC = 0.0003734 
 
 
Taula 2.3 Els 10 nodes amb major grau 
Rang Node Grau Identificador 
1 40 102 V40 
2 21 98 V21 
3 1185 34 V1185 
4 400 32 V400 
5 371 32 V371 
6 1517 31 V1517 
7 1123 29 V1123 
8 1061 27 V1061 
9 1431 25 V1431 




Fig. 2.3 Degree Distribution del subgraf de 6 salts 
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• Mesures per a 7 salts: 
Dimensió 12351 nodes. 
Grau mig = 2.5733949 
Distància mitjana entre nodes: 7.09246 
Nodes més distants: v5964 i v12351. Distància 12 
CC = 0.0003291 
 
 
Taula 2.4 Els 10 nodes amb major grau 
Rang Node Grau Identificador 
1 4697 1080 V4687 
2 1570 367 V1570 
3 40 102 V40 
4 21 98 V21 
5 2337 91 V2337 
6 3414 85 V3414 
7 1885 73 V1885 
8 1633 56 V1633 
9 2091 54 V2091 
10 3638 44 V3638 
	  
	  
Fig. 2.4 Degree Distribution del subgraf de 7 salts	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• Mesures per a 8 salts:	  
Dimensió 23552 nodes. 
Grau mig = 2.621858 
Distància mitjana entre nodes: 8.21129 
Nodes més distants: v12349 i v20844. Distància 13 
CC = 0.0021846 
 
 
Taula 2.5 Els 10 nodes amb major grau 
Rang Node Grau Identificador 
1 4697 1080 V4687 
2 1570 367 V1570 
3 40 102 V40 
4 7995 99 V7995 
5 21 98 V21 
6 2337 91 V2337 
7 7996 90 V7996 
8 3414 85 V3414 
9 5504 77 V5504 
10 5498 77 V5498 
 
 
Fig. 2.5 Degree Distribution del subgraf de 8 salts 
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A continuació s’inclou un gràfic amb la Degree Distribution del graf complet. 
 
Dimensió 316.365 nodes. 




Com es pot veure, la tendència és que hi ha moltíssim nodes amb pocs 
enllaços, i molt pocs nodes amb moltíssim enllaços, això correspon a un graf 
del estil scale-free. 
 
Finalment, a continuació s’inclouen captures dels grafs, per tal de poder fer-se 
una idea de com està connectada la xarxa: 
 
Fig. 2.6 Degree Distribution del graf complet 
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Fig. 2.8 Subgraf de 4 salts 
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Fig. 2.9 Subgraf de 5 salts 
 
 
Fig. 2.10 Subgraf de 6 salts 




La xarxa no té perquè ser tal com es mostrava a les imatges, ja que l’ús de 
traceroute implica alguns problemes [9]. El primer és que cada node hauria de 
ser un router, i fent servir traceroute, un mateix router pot estar representat més 
d’un cop al graf, ja que cada interfície té una adreça IP diferent, i amb 
traceroute no és possible saber si dos IPs són del mateix router. 
 
També existeix el problema de l’eliminació de camins (o creació de camins 
falsos), aquest fenomen és més senzill explicar-ho amb un exemple:  
 
Es vol registrar el camí que hi ha entre A i D, però per arribar a D des de A 





Fig. 2.11 Primer camí 
 
 
Fig. 2.12 Segon camí 
 
És a dir, un camí possible seria A-B-C-D i l’altre A-E-F-D. Coneixent el 
funcionament de traceroute, seria molt possible que succeís que primerament 
s’enviés el paquet per la ruta A-E com es mostra a la Fig. 2.13. 
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Fig. 2.13 Primer pas 
 
Per tant, quedaria enregistrada una primera connexió entre els nodes A i E. 
Seguidament, s’enviaria el següent paquet del traceroute, però no 
necessàriament ha de seguir el mateix camí, podria dirigir-se per la ruta A-B-C, 




Fig. 2.14 Segon pas 
 
Finalment, quedaria registrada una connexió inexistent tal com A-E-C-D. A més 
a més, solament queda registrat un únic camí possible entre A-D 
 
 
Fig. 2.15 Tercer pas 
. 
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Amb la finalitat de poder oferir dades més reals, i encara més important, més 
correctes i representatives de la topologia de la xarxa real, s’ha treballat amb 
les dades que proporciona CAIDA [10]. La Cooperative Association for Internet 
Data Analysis (CAIDA) és una entitat de col·laboració entre organitzacions 
comercials, governamentals i d'investigació, dirigides a promoure una major 
cooperació en l'enginyeria i el manteniment d'una infraestructura robusta, 
escalable i global d'Internet. 
 
L’avantatge que proporciona treballar amb aquestes dades, és que s’apliquen 
més protocols i es fan servir altres tècniques per a millorar la precisió de les 
dades registrades, corregint els problemes que presenta traceroute. Les eines 
o programes que es fan servir s’expliquen amb detall en el següent apartat, i a 
continuació s’introduirà l’explicació del funcionament del Paris traceroute, que 
és la instrucció que utilitzen en substitució del traceroute convencional. 
 
Paris traceroute: La seva principal innovació és que introdueix el control dels 
camps de la capçalera del paquet de prova del traceroute, de manera que 
permet que tots els paquets segueixin el mateix camí. Partint de què, el 
balanceig de carrega és fa per flux, es pretén preservar certs camps de la 
capçalera per mantenir el flux i que no hi hagi balanceig. També permet a 
l'usuari distingir entre la presència de balanceig de càrrega per flux i per 
paquets. Desafortunadament, a causa de la naturalesa aleatòria de balanceig 
de càrrega per paquet, Paris traceroute no pot enumerar perfectament tots els 
camins en totes les situacions. Però els resultats sempre són molt millors que el 
traceroute clàssic, a més a més pot marcar els casos en què hi ha dubtes. 
 
París traceroute realitza el procés mitjançant la variació dels camps de 
capçalera, que estan dins dels primers 28 octets. En el cas de sondes TCP, 
París traceroute varia el nombre de seqüència. En les sondes UDP, és el camp 
checksum. Això requereix la manipulació de la càrrega per a produir la suma 
desitjada ja que, els paquets amb checksum incorrecte són susceptibles a ser 
rebutjats. En els paquets ICMP, és fa servir una combinació de l'identificador 
ICMP i el nombre de seqüència. S’estableix el valor del nombre d'identificador 
de ICMP i la seqüència de tal forma que mantingui constant el valor de 
checksum de la capçalera de tots els paquets a una destinació. 
 
Tal com es detalla a [11], els experiments amb UDP, TCP, i amb els paquets de 
sondeig de IPSec donen una forta evidència que els routers utilitzen els primers 
quatre octets de la capçalera IP en combinació amb els camps d'IP per a fer 
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2.2 ITDK de CAIDA 
 
A Caida “The Cooperative Association for Internet Data Analysis” [10] el grup 
'ITDK' (Internet Topology Data Kit) CAIDA's Macroscopic [12], pot proporcionar 
accés a datasets de topologies a nivell de router. 
 
ITDK disposa de dades sobre la connectivitat i encaminament d'una àmplia 
representació d’Internet. Aquest conjunt de dades és útil per l'estudi de la 




Les eines que s’utilitzen per a obtenir les dades es representen en el següent 





Archipelago (Ark) és la nova infraestructura de mesura activa de CAIDA. És la 
següent generació en l'evolució de la infraestructura skitter CAIDA que va 
funcionar durant gairebé una dècada. Els objectius principals són reduir l'esforç 
necessari per a desenvolupar i desplegar les sofisticades mesures a gran 
escala i, proporcionar un pas cap a una comunitat orientada a la infraestructura 
de mesures, permetent que els col·laboradors puguin executar les seves 
tasques de mesura en una plataforma distribuïda. 
 
Ark s'ha dissenyat específicament per al mesurament de la xarxa activa. 
L'enfocament inicial d'Ark està coordinat a gran escala, basat en els 
mesuraments de la topologia de traceroute fent servir un procés anomenat 
equip de sondeig. En l'equip de sondeig es distribueixen en grups els equips de 
forma dinàmica i es divideix el treball entre els membres de l'equip de mesura. 
Aquest paral·lelisme permet obtenir una mesura traceroute a tots els 
Descobrir	  quines	  interﬁcies	  
pertanyen	  a	  un	  mateix	  
router	  (resolució	  d'alies)	  
Comprobació	  de	  les	  
connexions	  entre	  IPs,	  i	  
descobriment	  de	  connexions	  
no	  registrades	  
Procès	  base,	  a	  parMr	  del	  qual	  
es	  comença	  a	  treballar	   Archipelago	  
Iﬃnder	  
Midar	   Kappar	  
Iﬃnder	  
Midar	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encaminaments d’adreces / 24 en un curt període de temps (al voltant de 2-3 
dies), amb un equip de 17-18 monitors. 
 
Es realitzen mesures traceroute fent córrer Scamper, una eina de mesura 
potent i flexible que suporta IPv4, IPv6, traceroute i ping. Scamper és 
compatible amb TCP, UDP, ICMP i París traceroute. Scamper ha estat en 
desenvolupament durant diversos anys per Mateu Luckie a la Universitat de 
Waikato [17]. 
 
Un cop obtingudes les dades de connexió de les IPs, el programa Iffinder [19] 
permet descobrir noves connexions que no han estat descobertes mitjançant 
Ark. Aquest funciona mitjançant l'enviament broadcast d'un paquet UDP de 
"prova" a un port no utilitzat de la interfície. La majoria dels routers responen 
novament a l’emissor amb un paquet, amb l’adreça d'origen i amb l’error de 
ICMP de port inabastable. Així que, analitzar una interfície i aconseguir aquest 
error d'una interfície diferent demostra que les dues interfícies pertanyen a la 
mateixa xarxa. Aquest mètode va ser descrit en J.-J. Pansiot i D. Grad [18]. 
 
La creació de mapes precisos de la topologia d'Internet requereix no només 
descobrir com les interfícies estan connectades, sinó també quines són les 
interfícies que pertanyen al mateix router. Aquest procés s’anomena resolució 
d'àlies IP. Midar i Kapar són els programes encarregats de realitzar aquest 
procés. 
 
Midar: [20] Molts routers generen valors d'ID-IP fent servir un simple comptador 
que es comparteix en les interfícies d’un router. Si s’envien paquets de sondeig 
de dues adreces que pertanyen a interfícies del mateix router, és possible 
detectar que els valors d'ID-IP en els paquets de resposta han estat generats 
per un comptador compartit i, per tant, que les dues adreces són àlies d’un 
mateix router. 
 
Kapar: [21] És una optimització del programa APAR. En primer lloc, troba tots 
els segments de 3 salts que s'utilitzaran per a la fase de resolució àlies. En 
segon lloc, identifica els prefixos comuns de longitud igual o superior a 24 entre 
les adreces del mateix rastreig per a generar una llista. Finalment, s'assigna un 
número d'identificació únic per a cada rastreig, i emmagatzema una llista de 
totes les adreces observades a cada rastreig. 
 
2.2.2 Tipus d’arxius: 
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El nom del arxiu segueix el següent patró, tecnologia.tipusarxiu, on 
tecnologia indica quines eines s’han fet servir (un exemple podria ser midar-iff) i 
la paraula que ve desprès del punt indica quina informació conté l’arxiu, podent 
ser una de les quatre categories explicades anteriorment. 
 
Un aspecte interesant de les dades que ofereixen aquests arxius, és que per a 
identificar els AS, fa servir el seu identificador real. Si es volgués conèixer les 
IPs pertanyents a un AS, caldria analitzar l’arxiu “.nodes.as”, mirar quins nodes 
pertanyen a l’AS, i seguidament a l’arxiu “.nodes” consultar quines IPs 
pertanyen als nodes extrets anteriorment. Com els resultats són interesants, 
s’ha creat un programa per a que realitzi aquest procés, el codi es pot trobar al 
annex. 
 
Ha estat possible obtenir informació d’una part de la xarxa del AS20965, 
corresponent a GEANT, la xarxa europea de recerca [13]. Segons aquesta 
informació es coneix: 
 
 
Fig. 2.16 Router Austria 
 
 
Fig. 2.17 Router Espanya 
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Les sigles DE, CZ, HU, IT, CH i FR corresponen a les sigles dels país on es 
troben els routers. 
 
Amb aquests esquemes es pot conèixer una part de les IPs que formen part del 
AS en qüestió. Seguidament es compararà la informació extreta dels arxius. 
Les següents dades son relatives al AS20965, es mostren les IPs pertanyents 
al AS, classificades segons al node que pertanyen, per tant, es poden conèixer 
quants nodes hi ha en un AS, i quantes IPs. 
 
node N423: 62.40.100.65 62.40.100.81 62.40.112.106 62.40.112.138 62.40.118.33 62.40.118.41 62.40.118.49 
62.40.120.49 62.40.120.57 62.40.120.73 62.40.120.113 62.40.120.129 62.40.120.145 62.40.120.185 62.40.121.1 
62.40.121.109 62.40.122.25 62.40.122.145 62.40.122.209 62.40.122.249 62.40.123.25 62.40.123.193 62.40.124.185 
62.40.124.197 62.40.124.217 62.40.124.241 62.40.124.253 62.40.125.165 62.40.125.193 62.40.125.249 62.40.126.35 
162.97.116.66 
node N561: 62.40.112.2 62.40.112.9 62.40.112.38 62.40.112.49 62.40.112.61 62.40.112.161 62.40.115.129 
62.40.115.137 62.40.115.145 62.40.116.134 62.40.120.9 62.40.121.45 62.40.122.9 62.40.122.73 62.40.122.201 
62.40.123.41 62.40.123.169 62.40.123.201 62.40.124.33 62.40.125.17 62.40.125.77 62.40.125.113 62.40.125.121 
62.40.125.181 62.40.125.189 192.84.8.14 207.138.144.46 
node N668: 62.40.112.10 62.40.112.78 62.40.112.137 62.40.117.65 62.40.117.73 62.40.117.81 62.40.120.81 
62.40.120.162 62.40.120.169 62.40.121.53 62.40.122.81 62.40.122.113 62.40.122.193 62.40.123.1 62.40.123.161 
62.40.124.157 62.40.124.161 62.40.124.221 62.40.124.225 62.40.124.229 62.40.125.205 150.99.188.202 198.32.11.51 
211.79.48.146 216.24.184.86 
node N791: 62.40.112.30 62.40.112.105 62.40.112.118 62.40.116.1 62.40.116.9 62.40.116.17 62.40.120.89 
62.40.120.201 62.40.120.209 62.40.121.5 62.40.122.65 62.40.122.97 62.40.122.169 62.40.123.33 62.40.123.121 
62.40.123.153 62.40.124.69 62.40.124.73 62.40.124.81 62.40.124.125 62.40.125.13 62.40.125.33 62.40.126.241 
node N852: 62.40.112.1 62.40.112.5 62.40.112.13 62.40.112.17 62.40.112.165 62.40.115.1 62.40.115.9 62.40.115.17 
62.40.120.1 62.40.121.29 62.40.122.57 62.40.122.153 62.40.122.225 62.40.123.57 62.40.123.241 62.40.124.1 
62.40.124.5 62.40.124.9 62.40.124.17 62.40.125.5 62.40.125.93 64.214.145.146  
node N853: 62.40.112.18 62.40.112.34 62.40.112.94 62.40.114.57 62.40.116.78 62.40.116.193 62.40.116.201 
62.40.116.209 62.40.120.25 62.40.120.109 62.40.121.25 62.40.121.101 62.40.122.17 62.40.122.33 62.40.122.49 
62.40.124.129 62.40.124.133 62.40.124.141 62.40.124.153 62.40.126.9 62.40.126.41 213.248.97.102  
node N1397: 62.40.112.25 62.40.112.29 62.40.112.33 62.40.112.162 62.40.114.3 62.40.115.65 62.40.115.73 
62.40.115.81 62.40.116.70 62.40.121.21 62.40.121.105 62.40.122.1 62.40.122.233 62.40.124.21 62.40.124.25 
62.40.124.105 62.40.125.49  
node N1550: 62.40.112.14 62.40.112.42 62.40.112.193 62.40.112.202 62.40.114.19 62.40.116.97 62.40.116.105 
62.40.116.113 62.40.121.33 62.40.121.113 62.40.122.105 62.40.123.249 62.40.124.13 62.40.124.101 62.40.125.209 
80.239.134.2  
node N1752: 62.40.112.26 62.40.112.93 62.40.112.117 62.40.115.233 62.40.115.241 62.40.121.9 62.40.122.177 
62.40.122.185 62.40.123.145 62.40.124.53 62.40.124.65 62.40.124.97 62.40.124.137 62.40.125.197 202.179.249.86  
node N1753: 62.40.112.46 62.40.112.62 62.40.112.174 62.40.117.129 62.40.117.137 62.40.117.145 62.40.121.41 
62.40.122.121 62.40.123.18 62.40.123.137 62.40.123.225 62.40.124.177 62.40.124.181 62.40.125.81 62.40.126.1  
node N1754: 62.40.112.50 62.40.112.77 62.40.112.121 62.40.115.161 62.40.115.169 62.40.115.177 62.40.121.49 
62.40.123.73 62.40.123.129 62.40.124.45 62.40.124.209 62.40.125.29 62.40.126.17 202.179.241.42 213.248.97.146  
 
Si es busquen les IPs de la Fig. 2.16 es trobaran totes al node N852, a més a 
més, es trobaran altres IPs que no apareixen al esquema. El mateix succeeix 
amb les adreces IPs de la Fig.2.17, es poden trobar totes al node N1752.  
 
Nota: No s’han inclòs tots els nodes per temes d’espai. A més, segons les 
dades extretes, existeixen més nodes pertanyents a aquest AS, però no s’han 
afegit ja que són nodes especials amb una única interfície, amb IPs també 
especials (estil 0.X.X.X), i no aporten informació interesant per aquest estudi en 
particular (de totes maneres es poden consultar a l’arxiu que es genera). 
 
A GEANT Looking Glass [14] és possible consultar certs paràmetres dels 
routers de GEANT. Centrant l’atenció en el router de Madrid, concretament en 
les seves interfícies, s’obtenen els següents resultats (No s’adjunta tota la 
informació ja que ocupa molt espai i no es rellevant, com la MAC i la MTU). 
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Logical interface ge-0/0/0.10 (Index 70) (SNMP ifIndex 506)  Local: 62.10.115.225 
Logical interface ge-0/0/0.20 (Index 71) (SNMP ifIndex 509)  Local: 62.40.115.233 
Logical interface ge-0/0/0.30 (Index 72) (SNMP ifIndex 510)  Local: 62.40.115.241 
Logical interface ge-0/0/0.60 (Index 73) (SNMP ifIndex 511)  Local: 62.40.121.9 
Logical interface ge-0/0/0.71 (Index 74) (SNMP ifIndex 512)  Local: 62.40.122.185 
Logical interface ge-0/0/0.79 (Index 75) (SNMP ifIndex 513)  Local: 62.40.122.177 
Logical interface ge-0/0/0.95 (Index 76) (SNMP ifIndex 514)  Local: 62.40.123.145 
Logical interface ge-0/0/1.0 (Index 79) (SNMP ifIndex 517)  Local: 62.40.125.197 
Logical interface ge-0/0/2.0 (Index 80) (SNMP ifIndex 518)  Local: 62.40.122.245 
Logical interface ge-0/0/3.111 (Index 107) (SNMP ifIndex 614)  Local: 62.40.126.197 
Logical interface so-0/1/1.0 (Index 81) (SNMP ifIndex 521)  Local: 62.40.124.65 
Logical interface so-0/1/2.0 (Index 82) (SNMP ifIndex 523)  Local: 62.40.124.137 
Logical interface so-0/2/0.0 (Index 83) (SNMP ifIndex 526)         Local: 202.179.249.86 
Logical interface xe-1/0/0.0 (Index 109) (SNMP ifIndex 589)  Local: 62.40.124.73 
Logical interface so-1/1/0.0 (Index 87) (SNMP ifIndex 538)  Local: 62.40.112.93 
Logical interface xe-1/2/0.1930 (Index 88) (SNMP ifIndex 152)  Local: 62.40.124.97 
Logical interface so-1/3/0.0 (Index 92) (SNMP ifIndex 543)  Local: 62.40.112.117 
Logical interface so-2/1/0.0 (Index 93) (SNMP ifIndex 156)  Local: 62.40.124.53 
Logical interface as0.0 (Index 67) (SNMP ifIndex 502)   Local: 62.40.112.26 
 
Si es comparen aquestes IPs amb les extretes de CAIDA, la majoria 
coincideixen i estan assignades al mateix node. Hi ha 4 IPs que no apareixen a 
les dades de CAIDA, una d’elles s’assigna a un altre node dels de GEANT, 
concretament al node N791(62.40.124.73). 
 
És a dir, que la informació de CAIDA en aquest cas concorda en un 84.21% i 
un 6.25% de la informació no és del tot correcte (existeix la IP dins del mateix 
AS però està assignada a un altre node). Existeix la possibilitat que l’estructura 
de la xarxa hagi canviat, ja que les dades que proporciona GEANT Looking 
Glass són directament extretes del router i, per tant, actuals. En canvi, les 
dades de CAIDA són de Maig del 2011. 
  




En aquest apartat s’analitzaran les dades proporcionades per CAIDA. Cada 
subapartat conté l’anàlisi de les dades extretes de diferents formes, i al principi 
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El format en què es presenta, als arxius de CAIDA, la informació referent a les 
connexions entre nodes, és del estil següent: 
 
N1 N2 N3 N4 
 
On cada N representa un router, i tots els routers en una mateixa fila es troben 
connectats entre ells. És possible que es trobin connectats mitjançant un 
switch. A nivell IP, és com si físicament es trobessin connectats entre ells. 
Fixant-nos en l’exemple, N9 N10 N11 s’haurà de modificar de tal manera que 
quedin tots 3 connectats entre ells, però amb 2 únics routers per línia, quedant 













Dades del graf 
Nombre de nodes 3.375.423 
Nombre d’enllaços 15.193.571 
 
Dades extretes amb Pajek 
Densitat 0.00000277 
Grau Mig dels nodes 9.00246932 
CC 0.47851409 
 
La distància mitjana més curta entre dos nodes no s’ha pogut calcular, ja que la 
xarxa és extremadament gran. 
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A continuació es mostren els 50 nodes amb més grau: 
 
      Rank  Vertex      Cluster     Id  
 
 1       534        29175     v538  
         2     24557      13167     v25010  
         3    501491     10907     v504106  
         4    501301     10410     v503916  
         5      4836       10284     v4934  
         6    501488       9668     v504103  
         7    501487       9571     v504102  
         8    501485       9468     v504100  
         9      2182         9417     v2214  
        10    145922      8991     v148537  
        11    143638      8840     v146253  
        12    501300      8630     v503915  
        13    501492      8522     v504107  
        14    501489      8402     v504104  
        15    145982      8395     v148597  
        16     24553      8345     v25006  
        17    501486      8225     v504101  
        18    145989      8225     v148604  
        19    145991      7905     v148606  
        20     60314       7879     v61451  
        21      3716        7876     v3795  
        22    501601      7829     v504216  
        23    501602      7812     v504217  
        24    501490      7788     v504105  
        25      1718        7786     v1736  
        26       656         7676     v663  
        27    501299      7442     v503914  
        28    145992      7436     v148607  
        29      1102        7283     v1112  
        30     13463       7162     v13755  
        31     12097       7046     v12364  
        32    145981      6944     v148596  
        33      4967        6862     v5068  
        34       779         6762     v788  
        35     93024       6649     v94838  
        36    145987      6618     v148602  
        37    145990      6610     v148605  
        38    448819      6550     v451434  
        39       122         6416     v122  
        40    501298      6356     v503913  
        41     61859       6016     v63066  
        42       766         5830     v775  
        43      1871        5700     v1891  
        44     25126       5584     v25582  
        45      1652        5576     v1668  
        46     31628       5569     v32198  
        47        95          5477     v95  
        48     32386       5471     v32993  
        49      2477        5435     v2512  
        50    145983      5334     v148598  
 
 
Al graf existien 2615 nodes amb grau 0 (han estat eliminats per poder fer 
l’anàlisi), representen un 0.077% del total dels nodes del graf. Aquest fet és 
degut a que la presa de dades durant el procés de resolució d’àlies, és en la 
seva majoria a partir de salts entremitjos del traceroute, però també s’inclouen 
algunes adreces d’altres fonts, amb connexions desconegudes. No es poden 
conèixer les connexions de les adreces que s’aporten per fonts diferents al 
traceroute, a no ser que s’observi una connexió amb un node observat durant 
el procés de recol·lecció de dades (dades contrastades amb CAIDA [15]). 
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Amb R, és possible mostrar la gràfica del grau de distribució, com s’explica als 
annexes. El diagrama del graf és el que es mostra a continuació (Fig. 2.18). 
 
Fig. 2.18 Distribució de grau 
 
Com es pot veure a la gràfica, Internet és una xarxa del estil Sacle-free. A 
l’hora d’observar el CC, es pot comprovar que el seu valor és molt elevat. Això 
és degut a que el nodes “centrals”, estan connectats entre ells (complint amb el 
principi de formació de xarxes scale-free, on els nodes amb més enllaços tenen 
més probabilitats d’establir un enllaç amb altre node), oferint d’aquesta manera 
una xarxa més robusta. Per a contrastar-ho amb dades, segons les mesures 
extretes amb Pajek: 
 
• Un 25.24% dels nodes tenen un CC més gran de 0.8. 
• Un 19.21% dels nodes tenen un CC  més gran que 0.9.  
• Un 9.62% del total dels nodes té un CC igual a 1. 
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Ja que no ha estat possible obtenir cap visualització, degut al volum de la 
xarxa, s’ha extret un sub-graf format pels nodes a una distància màxima de 2 
salts respecte al node amb més enllaços. Amb la visualització d’aquesta petita 
part del graf, es vol fer entendre les dimensions del mateix. S’ha de tenir en 
compte que la mida del node depèn del nombre d’enllaços del mateix. 
 





Nota: El graf ha estat representat amb Gephi 0.8 Alpha. Aquest programa té 
l’avantatge que permet representar els arxius .net. 
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El format dels arxius és el mateix que el de l’apartat anterior, per tant, és 
possible fer servir el mateixos programes per a adaptar la informació. La única 
diferencia és que ara també es fa servir Kappar per a la resolució d’àlies. 
 
Un cop adaptada la informació s’obtenen els següents resultats. 
 
Dades del graf 
Nombre de nodes 3.018.073 
Nombre d’enllaços 10.071.799 
 
Dades extretes amb Pajek 
Densitat 0.00000221 




Fig. 2.20 Degree Distribution 
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Els 50 routers amb més grau són els següents: 
 
Rank  Vertex  Cluster     Id  
 
1     88953  28908  v98672  
2     88954  18489  v98673  
3     165605  15781  v188441  
4     169239  15004  v192168  
5     109799  12745  v120983  
6     94545  12518  v104671  
7     20281  11875  v25010  
8     29750  11524  v35533  
9     160437  10564  v182982  
10   94551  9573  v104678  
11   142629  8745  v162510  
12   6083  8556  v8460  
13   94548  7747  v104674  
14   143020  7727  v163001  
15   32901  7723  v39047  
16   139322  7241  v156281  
17   1307  7236  v2060  
18   15811  7227  v19914  
19   28532  7207  v34146  
20   55123  7167  v62861  
21   156977  7118  v179249  
22   139851  7013  v157415  
23   139483  6893  v156621  
24   152852  6876  v174712  
25   148253  6604  v169517  
26   36157  6599  v42768  
27   144222  6588  v164579  
28   7193  6448  v9779  
29   26440  6291  v31829  
30   139122  6282  v155714  
31   161218  6214  v183809  
32   70967  6214  v79387  
33   4007  6019  v5791  
34   144310  5793  v164691  
35   165604  5774  v188440  
36   155382  5765  v177526  
37   145818  5753  v166628  
38   140606  5712  v159095  
39   142756  5668  v162667  
40   164556  5660  v187310  
41   148328  5625  v169600  
42   141805  5304  v161377  
43   10334  5162  v13572  
44   7394  5045  v10046  
45   96678  4970  v106976  
46   119856  4895  v131895  
47   312    4822  v448  
48   9204  4711  v12198  
49   143564  4703  v163732  
50   50470  4608  v57923  
 
Per aquest anàlisi existeixen 1649 nodes amb grau 0 (que no estan connectats 
a cap altre node),  representen un 0.054% dels nodes. La reducció del 
percentatge de nodes sense connexió, s’ha reduït gràcies a la resolució d’àlies 
extra que aporta Kappar. 
  
44  Anàlisi i generació de topologies complexes de xarxa 
 
2.3 Sistemes autònoms (AS) 
 
A Internet, un Sistema Autònom (Autonomous System, AS) és un conjunt de 
xarxes i dispositius router IP que es troben administrats per una sola entitat (o 
en algunes ocasions diverses) que compten amb una política comuna de 
definició de trajectòries per a Internet. Veure [16] per a obtenir informació 
detallada sobre aquesta definició. 
 
Gràcies a 'ITDK' for CAIDA's Macroscopic Internet Topology Data Kit releases, 
s’ha pogut accedir a informació que indica quins routers pertanyen a un mateix 
sistema autònom. 
 
Font de la 
informació CAIDA Tipus de graf 
Macroscòpic 
Sistemes Autònoms 
Data de la 





Primerament, s’han tractat les dades de CAIDA per a veure com estan 
distribuïts els routers dins dels AS. Posteriorment, s’ha representat el següent 
graf, on cada AS es representa com un node, i la seva mida depèn del nombre 
de routers que formen el AS. 
 
 
Fig. 2.21 Sistemas Autònoms 
 
 
El node que es troba més proper al centre i a l’hora és el més gran, està format 
per 184682 routers.  
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Una altra visualització és: 
 
 
Fig. 2.22 Sistemes Autonoms 
 
A partir de la informació que s’ha obtingut als anàlisis anteriors, es proposa 
crear un graf amb les comunicacions entre AS. Per a poder obtenir el graf és 
necessari consultar els links entre nodes, seguidament mirar a quin AS pertany 
cada node, i substituir el identificador del router pel identificador d’AS. És a dir 
al finalitzar el proses s’obtindrà un fitxer amb links entre AS. Finalment caldrà 
eliminar els links entre un mateix AS (ja que un link entre nodes d’un mateix AS 
quedarà registrat com un link entre el mateix AS). 
 
Per a aquest anàlisi es considera que cada AS és un node, independentment 
de quants nodes formin el AS. 
 
Dades del graf 
Nombre de nodes (AS) 20.122 
Nombre d’enllaços 584.152 
 
Dades extretes amb Pajek 
Densitat 0.00288545 




Les dades indiquen que els AS estan altament connectats entre ells, i malgrat 
el nombre de nodes la distància mitjana entre dos AS és molt petita. 
 
46  Anàlisi i generació de topologies complexes de xarxa 
 
 
Fig. 2.23 Degree Distribution 
A la Fig. 2.23 es mostra la Degree Distribution del graf. Té com a característica 
distintiva de les gràfiques anteriors que, malgrat que segueix una llei de 
potència, el màxim nombre de nodes amb el mateix grau no és amb grau 1. 
Això és degut a que la majoria d’AS contenen més d’un router, havent-hi així 
moltes possibilitats de què les connexions dels routers siguin a AS diferents, 
augmentant així les possibilitats de que el grau d’un node sigui major a 1. 
 
Es compararan els resultats obtinguts amb el següent anàlisis extret també de 
dades que ofereix CAIDA, a l’apartat supplemental. Aquestes mesures es van 
realitzar amb la intenció de millorar l’exactitud de la formació dels AS. Les 
mesures es van recol·lectar utilitzant Arxipèlag com a infraestructura de 
mesura. En aquell moment, la infraestructura estava formada per 37 monitors 
en 28 països. Aquests procés de recol·lecció va durar un període de 28 dies 
entre el setembre i octubre de 2009. Posteriorment, s’apliquen els processos 
explicats anteriorment (Midar, Iffinder i Kappar) 
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Desprès d’adaptar la informació fent servir el mateix programa que es va fer 
servir per a l’apartat anterior, i del qual es pot trobar el codi als annexes, 
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Dades del graf 
Nombre de nodes (AS) 25.905 
Nombre d’enllaços 1136681 
 
Dades extretes amb Pajek 
Densitat 0.00338767 




En l’anàlisi anterior, el graf estava format per aproximadament 3 milions de 
routers, i per a aquest cas s’ha fet servir un dataset amb 30 milions de nodes. 
Per tant, ha estat possible representar més AS, ja que al trobar-se més routers, 
s’han inclòs routers que formen part d’ASs que abans no havien estat 
representats. 
 
Fig. 2.24 Degree Distribution 
 
Com ha succeït anteriorment, aquest tipus de distribució té la peculiaritat de 
que el màxim nombre de nodes no es troba amb grau 1, per les raons 
explicades anteriorment. En aquest anàlisi, es veu un distribució de grau més 
definida, ja que el volum de dades és més complert. 
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3. Conclusions i línies futures 
 
 
Al llarg del treball s’han anat obtenint diferents conclusions puntuals en els 
diferents apartats. En aquest capítol es reflectiran les conclusions generals. 
 
L’estudi realitzat dels grafs tipus Small World, ha revelat que mitjançant la 
modificació de la topologia de la xarxa, canviant solament un nombre 
determinat d’enllaços, és possible obtenir una millora molt important en la 
reducció de distància mitjana entre nodes, sacrificant però, en petita mesura, la 
resistència de la xarxa (Però com s’ha comentat al treball, el tipus de graf 
presenta una resistència elevada). 
 
Per altre banda, a l’estudi de xarxes reals, s’ha avaluat la informació 
recol·lectada per projectes de CAIDA i Lumeta, i s’ha confirmat la presència 
d’una llei de potència. La informació que mostra la llei de potència no comprèn 
totes les propietats d’un graf, és solament una mesura per a caracteritzar 
Internet, però juntament amb les seves característiques com a xarxa, 
estudiades mitjançant els grafs, es pot afirmar que Internet presenta 
característiques d’una xarxa tipus scale-free. Tant fixant-nos en el nombre 
d’enllaços del routers com també en la formació dels Sistemas Autònoms. 
 
Les xarxes Scale-Free, poden no mostrar degradació amb fallides de nodes a 
l’atzar. Amb pocs nodes altament connectats, que són estadísticament poc 
probables de patir una fallida en condicions aleatòries, la connectivitat de la 
xarxa es manté encara que es produeixin una sèrie de fallides al atzar (És clar 
que sempre existeix la probabilitat que els nodes altament connectats siguin els 
primers en fallar). Un altre implicació de les xarxes Scale-free és que malgrat 
existir un nombre desproporcionat de nodes, la xarxa és particularment 




Amb aquest projecte s’obren diverses línies d’investigació i desenvolupament. 
 
Com a possible prolongació del projecte es proposa l’estudi de l’influencia que 
implica la reducció de la distància mitjana entre dos nodes, és a dir, quina 
reducció de consum implicaria i com afectaria al retard mig d’enviament 
d’informació en els diferents protocols, on es veuria reduït el temps de 
propagació. A més, el fet de què la informació tingui que creuar una quantitat 
inferior de routers, redueix la probabilitat d’error, produint menys 
retransmissions, reduint així el temps mig de transmissió. 
 
Una altra camí per a la continuïtat del treball podria ser realitzar un estudi de la 
possibilitat d’una gran fallida d’Internet, o inclús proposar una topologia 
concreta per intentar “protegir” els nodes més importants 
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Estudi mediambiental 
 
Referent al impacte mediambiental d’aquest projecte, s’haurien de fer dues 
consideracions. En quant a contaminació directa, es podria dir que és nul·la, ja 
que és un estudi teòric. Però indirectament, sí que podria tenir un impacte 
potencial si en propers TFCs s’aprofités l’estudi d’optimització de distància 
mitjana entre nodes. La seva aplicació implicaria que al reduir el nombre de 
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Glossari 
 
CC      Clustering Coeficient 
RWP      Rewiring Probability 
APL      Average Path length 
DD      Degree Distribution 
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A continuació s’inclou el codi fet servir per a modificar els arxius de tal forma 
que el format que presentin sigui el adequat per a Pajek. 
 
El codi està pensat per a que no es modifiqui l’arxiu original, i es creï un arxiu 
nou amb els canvis efectuats. I desprès es treballarà sobre l’arxiu modificat. Un 





On XX es el nombre de nodes. La Classe per a re-anomenar i la Classe per a 
re-anomenar 2 retorna aquest valor. 
 
La programació es en Java, i s’ha fet servir Eclipse. 
 
A continuació es mostra part del codi, per a que es pugui comprendre els 
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Primerament es mostra el codi que modifica un arxiu txt, amb una llista 
d’enllaços entre IPs, suposant que l’arxiu ja estat adaptat per a que la llista 
d’IPs sigui del format “IPx IPy\r\n”, sense cap espai de més ni cap altre caràcter 
que es pogués trobar (com per exemple un “;” al final de cada línia). 
 





















EL programa assigna un número a cada IP. Al nou arxiu es mostraran les 
connexions entre IPs, però amb números, ja que Pajek no pot interpretar un 








public class nombres { 
 
 public static void main(String[] args) throws IOException { 
 
  FileWriter TextFile = new FileWriter("c:/Modif/Hola3.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/Hola4.txt"); 
  BufferedReader bf = new BufferedReader(br);  
 
  String line = ""; 
  int j=0,k=0,i=0; 
  long leidas=0;  
   
  String cojo,cojo2; 
 
  Vector guarda =new Vector(); 
 
  while((line = bf.readLine())!=null){ 
 
   j=line.indexOf(' '); 
   cojo=line.substring(0,j); 
 
   if(guarda.contains(cojo)); 
   else 
    guarda.add(cojo); 
   i=(guarda.indexOf(cojo)+1); 
 
   cojo2=line.substring(j+1,line.length()); 
 
   if(guarda.contains(cojo2)); 
   else 
    guarda.add(cojo2); 
   k=(guarda.indexOf(cojo2)+1); 
    
   if(i==k); 
   else 
    bw.write(i+" "+k+"\r\n"); 
  
   System.out.println(leidas); 
   leidas++; 
 
  } 
  System.out.println(guarda.indexOf(guarda.lastElement())+1); 
 
  bf.close(); 
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Com es pot veure, es declaren dos cops una connexió entre dos nodes (en 
l’exemple succeeix entre la unió 1-2), i es repeteix contínuament al llarg de 
l’arxiu. 
 
Ara es recorrerà l’arxiu i eliminarà les relacions repetides entre nodes, es a dir, 
eliminar les línies repetides. 
 

















































public class repes { 
 
 public static void main(String[] args) throws IOException { 
  FileWriter TextFile = new FileWriter("c:/Modif/Hola4.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/Hola5.txt"); 
  BufferedReader bf = new BufferedReader(br);  
 
  String line = ""; 
  Vector guarda =new Vector(); 
   
  while((line = bf.readLine())!=null){ 
   if(guarda.contains(line)) 
   ; 
   else 
   { 
    guarda.add(line); 
    bw.write(line+"\r\n"); 
   } 
  } 
 
  bf.close(); 
  bw.close(); 
 } 
} 
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Classe per endreçar: 
 
 












public class ordena2 { 
  
 
 public static void main(String[] args) throws IOException { 
  FileWriter TextFile = new FileWriter("c:/Modif/6saltos.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/6saltosb.txt"); 
  BufferedReader bf = new BufferedReader(br);  
 
  String line = "",cojo,cojo2; 
  Vector guarda =new Vector(); 
  int j,i,k,nu,nu2,l=0,temp; 
  int[] num= new int[304627]; 
  int[] num2= new int[304627]; 
 
  while((line = bf.readLine())!=null){ 
    
   j=line.indexOf(' '); 
   cojo=line.substring(0,j); 
   nu= Integer.parseInt(cojo); 
   num[l]=nu; 
 
   cojo2=line.substring(j+1,line.length()); 
   nu2=Integer.parseInt(cojo2); 
   num2[l]=nu2; 
    
   l++; 
 
  }   
   
  for(int e =0;e<304627;e++){ 
   
   for(int r =0+e;r<304627;r++){ 
    if(num[e]>num[r]) 
    { 
     temp=num[e]; 
     num[e]=num[r]; 
     num[r]=temp; 
      
     temp=num2[e]; 
     num2[e]=num2[r]; 
     num2[r]=temp; 
      
    }  
   } 
    
   bw.write(num[e]+" "+num2[e]+"\r\n"); 
   System.out.println(e); 
  } 
   
  bf.close(); 
  bw.close(); 
 } 
} 
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Classe per dividir el graf en salts: 
 
Es mostra en les dues següents pàgines, ja que el codi no entra en una única 
pàgina.  
 
El codi es podria reduir, ja que es repetitiu, però al ser una eina per a facilitar el 
treball no s’ha cregut convenient invertir més temps, ja que la funcionalitat la 
compleix correctament. 
 
Hi ha un bucle per a cada salt, ja que emmagatzema els nodes que es troben 
en el següent salt, i posteriorment es mira el nodes als què estan lincats en el 
següent salt, emmagatzemant aquests per a un possible següent salt, i així 
successivament. 
 
El codi està preparat per a separa la xarxa en un màxim de 8 salts, si es vol 
extreure un sub-graf amb menys salts, s’ha de comentar els salts que no 
interessen. 
 
A cada salt (en realitat enllaç) se l’hi assignarà un color en funció del seu grau.  
 
  





























































public class Saltos2 { 
 
 public static void main(String[] args) throws IOException { 
  FileWriter TextFile = new FileWriter("c:/Modif/Hola10.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/Hola9.txt"); 
  BufferedReader bf = new BufferedReader(br);  
 
  String line = "",cojo,cojo2; 
  int j,l=0; 
  String[] num= new String[304627]; 
  String[] num2= new String[304627]; 
  String[][] numsal= new String[304627][9]; 
   
 
  while((line = bf.readLine())!=null){ 
    
   j=line.indexOf(' '); 
   cojo=line.substring(0,j); 
   num[l]=cojo; 
 
   cojo2=line.substring(j+1,line.length()); 
   num2[l]=cojo2; 
    
   l++; 
 
  } 
  int asd=0,asd2=0; 
    int segundo =0,e; 
  numsal[0][0]="1"; //El node a partir del qual es volen fer els salts 
   
  for(e =0;e<304627;e++){ 
   if(num[e].equals(numsal[0][0])) 
   { 
    numsal[asd][1]=num2[e]; 
    asd++; 
    bw.write(num[e]+" "+num2[e]+" 1 c Black\r\n"); 
     
   } 
  } 
   
  /*Comentar sempre els salts que es vulguin omitir. 
   * El màxim de salts que es representan seràn 8.*/ 
  asd2=asd; 
  asd=0; 
  System.out.println("asd2="+asd2); 
   
  for(segundo=0;segundo<asd2;segundo++){ 
   for(e =0;e<304627;e++){ 
    if(num[e].equals(numsal[segundo][1])) 
    { 
     numsal[asd][2]=num2[e]; 
     asd++; 
     bw.write(num[e]+" "+num2[e]+" 1 c Yellow\r\n"); 
      
    } 
   } 
  } 
  
  asd2=asd; 
  asd=0; 
  System.out.println("asd3="+asd2); 
   
  for(segundo=0;segundo<asd2;segundo++){ 
   for(e =0;e<304627;e++){ 
    if(num[e].equals(numsal[segundo][2]))  
    {      
     numsal[asd][3]=num2[e]; 
     asd++; 
     bw.write(num[e]+" "+num2[e]+" 1 c Blue\r\n");  
    
    }    
   } 
  } 
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   asd2=asd; 
  asd=0; 
  System.out.println("asd4="+asd2); 
   
  for(segundo=0;segundo<asd2;segundo++){ 
    
   for(e =0;e<304627;e++){ 
    if(num[e].equals(numsal[segundo][3])) 
    { 
     numsal[asd][4]=num2[e]; 
     asd++; 
     bw.write(num[e]+" "+num2[e]+" 1 c Green\r\n");   
    }     
   } 
  }   
  asd2=asd; 
  asd=0; 
  System.out.println("asd5="+asd2); 
   
  for(segundo=0;segundo<asd2;segundo++){ 
   for(e =0;e<304627;e++){ 
    if(num[e].equals(numsal[segundo][4])) 
    { 
     numsal[asd][5]=num2[e]; 
     asd++; 
     bw.write(num[e]+" "+num2[e]+" 1 c Red\r\n");   
    } 
   } 
  }   
  asd2=asd; 
  asd=0; 
  System.out.println("asd6="+asd2); 
   
  for(segundo=0;segundo<asd2;segundo++){ 
   for(e =0;e<304627;e++){ 
    if(num[e].equals(numsal[segundo][5])) 
    { 
     numsal[asd][6]=num2[e]; 
     asd++; 
     bw.write(num[e]+" "+num2[e]+" 1 c White\r\n");   
    } 
   } 
  }   
  asd2=asd; 
  asd=0; 
  System.out.println("asd7="+asd2); 
   
  for(segundo=0;segundo<asd2;segundo++){ 
   for(e =0;e<304627;e++){ 
    if(num[e].equals(numsal[segundo][6])) 
    { 
     numsal[asd][7]=num2[e]; 
     asd++; 
     bw.write(num[e]+" "+num2[e]+" 1 c Pink\r\n");   
    } 
   } 
  }   
  asd2=asd; 
  asd=0; 
  System.out.println("asd8="+asd2); 
   
  for(segundo=0;segundo<asd2;segundo++){ 
   for(e =0;e<304627;e++){ 
    if(num[e].equals(numsal[segundo][7])) 
    { 
     numsal[asd][8]=num2[e]; 
     asd++; 
     bw.write(num[e]+" "+num2[e]+" 1 c Teal\r\n");   
    } 
   } 
  } 
  /*Tancar aquí els comentaris*/    
  bf.close(); 
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Classe per a re-anomenar 2: (Re-anomenar nodes amb colors assignats als 
enllaços en funció del seu grau) 
 
Aquesta classe es la segona versió de la classe reanomenar, ja que desprès 
de fer servir la classe per dividir el graf en salts, hi haurà nodes que el seu 
nom serà incorrecte, ja que els noms dels nodes no seran correlatius, faltaran 
nombres d’entremig, per tant s’ha de repetir el procés. 
 
Es pot fer servir la classe reanomenar si no s’han assignat colors als enllaços, 













































public class nombres2 { 
 
 public static void main(String[] args) throws IOException { 
 
  FileWriter TextFile = new FileWriter("c:/Modif/5Saltosb.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/5Saltos.txt"); 
  BufferedReader bf = new BufferedReader(br);  
 
  String line = ""; 
  int j=0,k=0,l,i; 
     
  String cojo,cojo2,cojo3; 
 
  Vector guarda =new Vector(); 
 
  while((line = bf.readLine())!=null){ 
 
   j=line.indexOf(' '); 
   cojo=line.substring(0,j); 
 
   if(guarda.contains(cojo)); 
   else 
    guarda.add(cojo); 
   i=(guarda.indexOf(cojo)+1); 
    
   l=line.lastIndexOf(' '); 
 
   cojo2=line.substring(j+1,l-4); 
   cojo3=line.substring(l-3,line.length()); 
 
   if(guarda.contains(cojo2)); 
   else 
    guarda.add(cojo2); 
   k=(guarda.indexOf(cojo2)+1); 
    
   if(i==k); 
   else 
   bw.write(i+" "+k+" "+cojo3+"\r\n"); //con colores 
//   bw.write(i+" "+k+"\r\n"); 
  } 
  System.out.println(guarda.indexOf(guarda.lastElement())+1); 
 
  bf.close(); 
  bw.close(); 
 } 
} 
Annexes    65 
Per a modificar les dades de CAIDA al format de Pajek. S’han fet servir 4 




















































public class Substituir2 { 
 public static void main(String[] args) throws IOException { 
 
  FileWriter TextFile = new FileWriter("c:/Modif/Nodoslincados2.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/Nodoslincados.txt"); 
  BufferedReader bf = new BufferedReader(br);  
   
  String line = ""; 
  int k=0; 
     
  while((line = bf.readLine())!=null){ 
   if(k==0){ 
    line=line.replace("link ",""); 
    k++; 
   } 
   else 
    line=line.replace("link ","\r\n"); 
   bw.write(line); 
    
  } 
   
  bf.close(); 










public class Substituir2_2 { 
 public static void main(String[] args) throws IOException { 
 
  FileWriter TextFile = new FileWriter("c:/Modif/Nodoslincados2b.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/Nodoslincados2.txt"); 
  BufferedReader bf = new BufferedReader(br);  
   
  String line = ""; 
  int j=0; 
  String cojo; 
   
  while((line = bf.readLine())!=null){ 
   j=line.indexOf('N'); 
   cojo=line.substring(j,line.length()); 
   bw.write(cojo+"\r\n"); 
    
  } 
   
  bf.close(); 
































El format de les dades, per indicar unions entre nodes oh realitza posant a una 
mateixa línia tots els routers que estan units entre ells. Per exemple: 
 
N1 N2 N3 N4 
 









 Amb la classe que es mostra a la pàgina següent s’aconsegueix aquest 
resultat. A més com es necessari conèixer el nombre de nodes, per tal de 
declarar els “vertices” al arxiu .net, el programa ens indica l’element més gran 
(que es el nombre d’elements que hi ha, ja que la ID del node es un número, en 











public class Substituir2_3 { 
 public static void main(String[] args) throws IOException { 
 
  FileWriter TextFile = new FileWriter("c:/Modif/Nodoslincados2c.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/Nodoslincados2b.txt"); 
  BufferedReader bf = new BufferedReader(br);  
   
  String line = ""; 
  int j,i; 
  String cojo,cojo2; 
   
  while((line = bf.readLine())!=null){ 
   j=line.indexOf(':'); 
   cojo=line.substring(0,j); 
   i=line.indexOf(' '); 
   cojo2=line.substring(i,line.length()-1); 
   bw.write(cojo+cojo2+"\r\n"); 
    
  } 
   
  bf.close(); 





























































public class dosxlinea { 
 public static void main(String[] args) throws IOException { 
 
  FileWriter TextFile = new FileWriter("c:/Modif/Nodoslincados2d.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/Nodoslincados2c.txt"); 
  BufferedReader bf = new BufferedReader(br);  
 
  String line = ""; 
  int i,contador,max=0,num; 
 
  String cojo,cojo2,cojo3; 
  String[] nodes= new String[500]; 
 
  while((line = bf.readLine())!=null){ 
 
   line=line.replace("N",""); 
   contador=0; 
 
   for(int x=0;x<line.length();x++) { 
    if (line.charAt(x)==' ') 
     contador++;    
   }       
   if(contador==1){ 
    i=line.indexOf(' '); 
    cojo=line.substring(0,i); 
 
    num=Integer.parseInt(cojo); 
    if(num > max) 
     max=num; 
 
    cojo2=line.substring(i+1,line.length()); 
    num=Integer.parseInt(cojo2); 
    if(num > max) 
     max=num;    
 
    bw.write(cojo+" "+cojo2+"\r\n");   
   } 
   else{ 
    cojo3=line; 
     
    for(int z=0;z<contador;z++){ 
     i=cojo3.indexOf(' '); 
     nodes[z]=cojo3.substring(0,i); 
     cojo3=cojo3.substring(i+1,cojo3.length());
          
     num=Integer.parseInt(nodes[z]); 
     if(num > max) 
      max=num; 
    } 
     
    nodes[contador]=cojo3; 
     
    for(int z=0;z<=contador;z++){ 
     for(int w=z+1;w<=contador;w++){ 
     
     bw.write(nodes[z]+" "+nodes[w]+"\r\n"); 
     } 
    } 
   } 
  } 
  System.out.println("Maxim= "+max); 
 
  bf.close(); 




68  Annexes 
 
Per els sistemes autònoms, s’han fet servir les següents classes: 
 




























En el següent codi es creen dos arxius, un que serà .net (AS3), i un altre .vec 
(AS3v). On s’indiquen el número de sistemes autònoms (AS) que hi ha, i a 
l’arxiu .vec el nombre de routers que pertanyen a cada AS, aquest número serà 




















public class SoloAS { 
 
 public static void main(String[] args) throws IOException { 
 
  FileWriter TextFile = new FileWriter("c:/Modif/AS2.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/AS.txt"); 
  BufferedReader bf = new BufferedReader(br);  
 
  String line = ""; 
  int j=0; 
     
  String cojo; 
 
  while((line = bf.readLine())!=null){ 
 
   j=line.indexOf(' '); 
   cojo=line.substring(j+1,line.lastIndexOf(' ')); 
 
   cojo=cojo.substring(cojo.indexOf(' ')+1,cojo.length()); 
    
   if(cojo.contains(".")){} 
    
   else 
    bw.write(cojo+"\r\n");    
  } 
 
  bf.close(); 
  bw.close(); 
 } 
} 









































Finalment s’han extret els enllaços que existeixen entre AS. Es fa a partir del 
arxiu on s’indiquen els enllaços entre tots els nodes, mirant a que AS pertany 
cada router, per tant si hi ha un enllaç entre un node del AS1 amb un node del 
AS2, es crea un enllaç entre el AS1 i AS2.  
 
Òbviament desprès s’hauran d’eliminar els enllaços repetits, y els que són entre 







public class NodosASiV { 
 
 public static void main(String[] args) throws IOException { 
 
  FileWriter TextFile = new FileWriter("c:/Modif/AS3.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
   
  FileWriter TextFiles = new FileWriter("c:/Modif/AS3v.txt"); 
  BufferedWriter bw2 = new BufferedWriter(TextFiles); 
 
  FileReader br = new FileReader("c:/Modif/AS2.txt"); 
  BufferedReader bf = new BufferedReader(br);  
 
  String line = ""; 
  int j=0,i=0,l=1; 
   
  String cojo; 
     
  int guarda [] =new int[5000000]; 
 
  while((line = bf.readLine())!=null){ 
    
   cojo=line.substring(0,line.length()); 
 
   j=Integer.parseInt(cojo); 
   guarda[j]++;    
    
  
   System.out.println(i); 
   i++; 
  } 
  for(int k=0;k<5000000;k++){ 
   if(guarda[k]!=0){ 
    bw.write(l+" \""+l+"\"\r\n"); 
    l++; 
   }   
   System.out.println(k); 
  } 
  for(int k=0;k<5000000;k++){ 
   if(guarda[k]!=0){ 
    bw2.write(guarda[k]+"\r\n"); 
    l++; 
   }   
   System.out.println(k); 
  } 
 
  bf.close(); 
  bw.close(); 
  bw2.close(); 
 } 
} 












































public class LinksAS { 
 
 public static void main(String[] args) throws IOException { 
 
  FileWriter TextFile = new FileWriter("c:/Modif/ASS3.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br2 = new FileReader("c:/Modif/Sup8.txt"); 
  BufferedReader bf2 = new BufferedReader(br2); 
 
  FileReader br = new FileReader("c:/Modif/ASS2.txt"); 
  BufferedReader bf = new BufferedReader(br);  
 
  String line = ""; 
  int j,i,l=1,k; 
 
  String cojo; 
 
  int guarda [] =new int[50000000]; 
 
  while((line = bf.readLine())!=null){ 
    
   j=Integer.parseInt(line); 
   guarda[l]=j; 
    
   l++; 
  
  } 
   
  while((line = bf2.readLine())!=null){ 
 
   cojo=line.substring(0,line.indexOf(" ")); 
   j=Integer.parseInt(cojo); 
    
   cojo=line.substring(line.indexOf(" ")+1, line.length()); 
   i=Integer.parseInt(cojo); 
    
   if(guarda[j]>guarda[i]) 
    bw.write((guarda[i])+" "+(guarda[j])+"\r\n"); 
   if(guarda[j]<guarda[i]) 
    bw.write((guarda[j])+" "+(guarda[i])+"\r\n");  
   //sin else no se registran los links entre un mismo AS 
  
  }   
 
  bf.close(); 
  bw.close(); 
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6. Annex B. Anàlisis amb Pajek 
6.1 ¿Què és Pajek 
 
Pajek (traducció del eslovac 'Aranya') és un programa de software per a 
Windows per a l’anàlisi de grans xarxes. És gratuït, el seu us es limita a fins no 
comercials, i es pot descarregar des de la Home Page de Pajek.  
 
6.1.1 Per què Pajek? 
 
Aquestes xarxes no podrien ser analitzades de forma efectiva emprant mètodes 
d’anàlisis tradicional, com són els emprats usualment per a resoldre matrius, ja 
que el nombre de vèrtex que es podrien estudiar seria molt limitat. 
 
Les avantatges que ens ofereix Pajek són: 
• Suporta la abstracció mitjançant factorialització (recursiva) de grans 
xarxes en diverses xarxes d’inferior dimensió, susceptibles de ser 
tractades com a mètodes més sofisticats; 
• Proporcionar eines potents per a visualitzar aquestes xarxes; 
• Implementar una selecció d’algoritmes per a d’anàlisis de grans xarxes. 
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6.2 Funcionament Bàsic. 
 
Per a utilitzar Pajek cal un graf, aquest es pot introduir, fent servir un fitxer amb 
extensió .net, o demanant a Pajek que generi un graf aleatori. 
 
A partir d’ara, mitjançant exemples s’anirà explicant el funcionament de Pajek. 
 
6.2.1 Primers passos amb Pajek. 
 
Primer exemple: Per aquest exemple, farem servir els pobles de les rodalies. 
 
Es necessari crear, amb el bloc de notes per exemple, un arxiu amb extensió 





Per a afegir-lo es necessari fer clic a la carpeta que apareix sota de Networks 
(Fig. 6.1), i seguidament s’ha d’indicar d’ubicació del fitxer .net.  
 
6.2.2 Creació del fitxer .net: 
 
A l’esquerra es troba el fitxer “Pobles.net”.  
 
*Vertices indica el número de nodes que formen la 
xarxa, en l’exemple són 8, i seguidament és possible 
assignar un nom als nodes, introduint el número 
corresponent al node, un espai i entre “” el nom que es 
vol assignar al node. Si no es vol assignar cap nom als 
nodes, simplement no s’han d’introduir. 
 
*Edges indiquen com estan connectats els nodes entre 
ells, només cal indicar un cop la connexió, ja que Edges 

















6 "San Vicents" 
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6.2.3 Representació amb Pajek 
 
Per a poder obtenir la representació del graf, es fa mitjança’ns la comanda 
Draw/Draw, o polsant Ctrl+G. El resultat de la representació de Pobles.net és 




Si la representació resulta confusa, o no és la millor per tal de veure les 
connexions dels nodes, es pot veure en altres perspectives o dissenys. 
 
Un exemple d’altre tipus de representació es la següent (Fig. 6.3), que està 




A més disposem de l’opció de col·locar els nodes on desitgem de forma 
manual, fent clic al node i arrastrant-ho a la posició desitjada. 
 
Nota: Si heu fet clic a Graphonly, veureu que desapareixen els noms del 
nodes, per poder tornar a veure’ls , s’ha de fer clic a Options/Mark Vertices 
Using/Labels en la finestra de visualització, com es mostra a la imatge de la 
esquerra. 




Existeix l’opció de definir en quin període un node y/o el 
seu enllaç està actiu. L’exemple que es proposa, es el 
funcionament de dos semàfors, on R es red, Y yellow i 
G green.  Amb [1-3] s’indica que el node estarà actiu en 








El període 1 i 2 (Fig 6.4) són iguals que el 4 i el 5, (Fig 6.6) a la capçalera, on 
es pot llegir  in time 1, indica que es troba en el període 1. En el període 3 (Fig 
6.5) es veu com desapareix el node Sem 2G, i apareix el Sem 2Y. Per poder 




1 "Sem 1 R" [1-3] 
2 "Sem 1 Y" [6] 
3 "Sem 1 G" [4-5] 
4 "Sem 2 R" [4-6] 
5 "Sem 2 Y" [3] 
6 "Sem 2 G" [1-2] 
Fig. 6.4 Períodes 1 i 2 Fig. 6.5 Període 3 
Fig. 6.6 Períodes 4 i 5 Fig. 6.7 Període 6 
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Per indicar-l’hi a Pajek, els paràmetres dels períodes cal clicar a 
Net/Transform/Generate in Time/All. Primer demanarà en quin període es vol 
començar. En l’exemple es posarà “1”, seguidament demanarà on acaba, és a 
dir, quin és l’últim període (en l’exemple “6”), i per últim, de quina forma 
incrementa el període. En aquest cas, el increment ha de ser 1. És a dir permet 
moure’s entre els períodes 1 i 6 incrementant o decrementant en 1 el període. 
Nota: Si per a un node s’indica que ha d’estar actiu, durant un període, el node 
següent, si no s’indica res complirà les mateixes condicions. 
 
  




Períodes 4 i 5 Període 6 
 
En aquest exemple s’han afegit enllaços, que connecten entre els semàfors i 
els seus colors, a la declaració dels enllaços, s’ha afegit “1 [1-*]” això serveix 
per indicar que el  enllaç romandrà actiu durant el temps que oh facin els dos 














Nota: Es important la correcta col·locació dels espaiats a la declaració dels 
enllaços, sinó el programa respondrà amb error, en aquest cas seria:  
Node1_NodeAmbElQueComunica_1_[1-*] 
On cada “_” és un espai. 
*Vertices 8 
1 "Sem 1" [1-6] 
2 "Sem 2" [1-6] 
3 "R" [1-3] 
4 "Y" [6] 
5 "G" [4-5] 
6 "R" [4-6] 
7 "Y" [3] 
8 "G" [1-2] 
*Edges 
1 3 1 [1-*] 
1 4 1 [1-*] 
1 5 1 [1-*] 
2 6 1 [1-*] 
2 7 1 [1-*] 
2 8 1 [1-*] 
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6.2.5 Representació dels elements. 
 















Períodes 1 i 2 Període 3 
  
Períodes 4 i 5 Període 6 
 
 
Com es pot veure, el color dels nodes correspon al estat de la llum del semàfor, 







 *Vertices 8 
1 "Sem 1" [1-6] box ic Blue  
2 "Sem 2" [1-6] box ic Blue 
3 "R" [1-3] ellipse ic Red 
4 "Y" [6] ellipse ic Yellow 
5 "G" [4-5] ellipse ic Green 
6 "R" [4-6] ellipse ic Red 
7 "Y" [3] ellipse ic Yellow 
8 "G" [1-2] ellipse ic Green 
*Edges 
1 3 1 [1-*] 
1 4 1 [1-*] 
1 5 1 [1-*] 
2 6 1 [1-*] 
2 7 1 [1-*] 
2 8 1 [1-*] 
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Per a una visualització més intuïtiva, es pot definir la forma i el color dels 
nodes. Per exemple afegir el paràmetre box, farà que el node tingui forma 
quadrada. Es poden donar les següents formes:  ellipse, box, diamond, cross o 
empty.  
 












També és possible assignar un color al node. Amb “ic” s’indiquen que, el que 
segueix, és la definició del color intern del node (per exemple Green, Yellow, 
red...).  
 
Nota: Es convenient destacar que la primera lletra del color ha d’estar en 
majúscula. 
6.2.5.1 Colors als enllaços. 
 
Si es volgués crear una gràfica on es separes una xarxa en dues VLANs. En 
l’exemple hi ha 7 nodes, els tres primes formen part de la primera VLAN, els 
tres últims de la segona VLAN i el 4t node forma part de les dues VLANs. 
Podem representar els enllaços amb diferents colors. En el nostre cas Vermell 
el VLAN1 i Blau el VLAN2. 
 
 
Com es pot veure, s’han tingut que crear dos relacions, una pels nodes de la 
xarxa VLAN1 i una altra per als nodes de la xarxa VLAN2. A més a més s’han 
assignat colors diferents pels enllaços de cada VLAN. 
 
*vertices 5 
1 "Ellipse" ellipse 
2 "Box" box 
3 "Diamond" diamond 
4 "Cross" cross 
5 "Empty" empty 
*Vertices 7 
1 "router 1" 
2 "router 2" 
3 "router 3" 
4 "router 4" 
5 "router 5" 
6 "router 6" 
7 "router 7" 
*Edges :1 "VLAN1" 
1 2 1 c Red 
1 3 1 c Red 
3 4 1 c Red 
*Edges :2 "VLAN2" 
4 5 1 c Blue 
4 6 1 c Blue 
6 7 1 c Blue 
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6.2.5.2 Posicions dels nodes 
És possible assignar posicions fixes a els nodes, però cal tenir en compte que 
la representació es realitza dins d’un cub, això vol dir, que per a 
representacions 2D s’ha d’assignar el mateix valor per l’eix Z a tots els nodes, 


















Existeix la possibilitat d’extreure cada un del grafs de les xarxes o subxarxes. 
 
Amb la instrucció Net/Transform/Multiple Relations/Estract Relation(s) es 
pot generar la gràfica tenint només en compte un o varius tipus de relacions. Si 
per l’exemple s’introdueix un “1”, generarà la xarxa amb el identificador 1.  
 
Fent aquesta operació es disposa de l’opció de visualitzar les dues xarxes, 
seleccionant la desitjada al camp Networks (com es veu a la Fig. 6.9). També 
existeix l’opció de representar les dues xarxes per separat, per a que això 
succeeixi, a la finestra Select Relation Number(s) s’ha d’introduir “1-2”. Això 
crearà les subxarxes des de la referència 1 a la 2. Es podrien afegir més 
xarxes/subxarxes, seguint les pautes del exemple que ens suggereix el mateix 
programa (1-3,6,10-15). 
 
Nota: un cop generada una subxarxa, el programa no permet generar un altre, 





1 "router 1" 0.3000 0.3000 0.5000 
2 "router 2" 0.1000 0.3000 0.5000 
3 "router 3" 0.1000 0.1000 0.5000 
4 "router 4" 0.3000 0.1000 0.5000 
5 "router 5" 0.6000 0.1000 0.5000 
6 "router 6" 0.6000 0.3000 0.5000 
7 "router 7" 0.6000 0.6000 0.5000 
*Edges :1 "VLAN1" 
1 2 1 c Red 
1 3 1 c Red 
3 4 1 c Red 
*Edges :2 "VLAN2" 
4 5 1 c Blue 
4 6 1 c Blue 
6 7 1 c Blue 
Fig. 6.8 
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6.2.6 Vectors 
 
Per assignar algun valor a un node, que podrà ser representat com la seva 
mida, es fa servir el arxius amb l’extensió “.vec”. Al igual que els arxius .net 
aquets, comencen amb la definició del número de nodes, a continuació 
s’assignen els valors a cada node (un per línia i en el mateix ordre que s’han 
declarat els nodes).  
 
Per tal d’oferir una mostra, tornem al primer exemple de tots. A cada poble 




Es necessari afegir l’arxiu .vec al camp Vectors com es mostra a la Fig. 6.10, 
es fa de la mateixa manera que s’afegeix un arxiu .net, clicant a la carpeta. Un 
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Si es crea el graf, s’obté la Fig. 6.11 a, on es pot veure els valors que s’han 
assignat a les poblacions, amb 2 decimals. 
 
Nota: Recordem que es pot canviar la forma de visualitzar. Dins de la finestra 
(on es dibuixa el graf): Layout/Energy/Kamada-Kaway/Free.  
 
La comanda Draw/Draw-Vector, fa que cada node es representi amb una mida 
en funció al número assignat, com es veu a la Fig. 6.11 b. 
 















6.2.7 Partitions (2-Mode) 
 
És possible crear xarxes amb 2 categories, Pajek ens permet 
fer una distinció visual, assignant un número a cada categoria 
i fent servir objectes “Partitions”. 
 
Els passos a seguir per a generar objectes d’aquest tipus, es 
mitjançant Net/Partitions/2-Mode. 
 
Però per a que això sigui possible s’ha d’haver creat el arxiu 
.net de forma correcta: Com es veu al codi de la dreta, a la 
declaració del nodes (“Vertices”), s’han afegit 2 més, i a més a 
més un nou paràmetre. Aquest nou paràmetre, serveix per 
indicar en quin número acaba la definició del nodes.              
 
 
Fig. 6.11 a Fig. 6.11 b 






6 "San Vicents" 
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En aquest cas es considera que els pobles formen part del grup muntanya o 
platja. Com es pot veure, es fa servir una fletxa per a representar un vincle. 
Aquests vincles es defineixen desprès de la instrucció “*Arcs”. La 





Si es clica a “Draw/Draw-Partition”, es mostrarà el graf amb diferenciació entre 
els “estats” o “grups” (en concret són modes, ja que aquest tipus de graf 





Nota: S’ha canviat la mesura dels node en aquest graf. La comanda: Options 
/Size/of Vertices. 
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6.3 Informació de les xarxes. 
 
Per a aquesta part es farà servir una xarxa un més complexa, 
formada pel codi que es veu a la dreta. El Fig 6.14 es el resultat 
següent: 
 
Per obtenir informació de les xarxes, es pot fer servir la instrucció 
Info/Network/General (Captura del resultat a Fig. 6.15). Aquí és possible 
veure la densitat de la xarxa, que es un indicador de la cohesió de la xarxa, ja 
que es basa en el nº de vincles entre els membres de la xarxa, és a dir, permet 
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6.3.1 Connexitat  
 
Aquest indica si en una xarxa 2 nodes poden interactuar o comunicar-se entre 
ells, de forma directa o mitjançant algun intermediari. La instrucció és 
Net/Components/Weak, i seguidament introduint el nº d’elements mínims per 





A Partitions (com es veu a la Fig. 6.16), si “comp. =X” és més gran que 1, vol 
dir que la xarxa no està tota unida, que hi ha nodes que no estan connectats a 
cap altre, o formant un altre grup de nodes. Si s’introdueix un 2 a l’hora 
d’executar la comanda, els nodes sense cap connexió no sortiran reflectits en 




Indica quants “salts” s’han de fer per arribar a un node, si la connexió és 
directa, la distància és 1, per a distancies més grans que 1, vol dir que ha tingut 
que fer X salts, on X és el valor de la distància. La distància es pot veure amb 
Net/Pats between 2 vertices. 
 
Amb One Shortest: indicarà el camí més curt entre dos nodes que se l’hi 
indiquin. Com a resposta retornarà el número de salts mínim per arribar al 
destí. Al desplegable partitions, ha d’aparèixer un graf nou, el qual si es 
visualitza, mostra el recorregut del camí (per quins nodes passa.). 
 
Després es poden fer servir diferents opcions, per exemple “walk with limited 
lenght” permet veure en quants salts arriba al destí (Y), des de el node (X), 
també es pot indicar el número de salts (Z) que pot arribar a fer. Si la distància 
és més gran que la que s’indica, comunicarà que no es possible arribar del 
node X al node Y en Z passos o salts. Pajek crearà un graf de tots els possibles 
recorreguts; es pot visualitzar amb la comanda Draw. 
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Amb l’opció “Diameter” es mostra el camí més llarg possible entre dos nodes 
de la xarxa (fent servir el recorregut més curt). A més diu quins són aquests 2 




L’opció “Distribution of Distance/From all Vertices” mostra el número de 
parelles de nodes inaccessibles, la distància mitjana màxima entre parells de 
nodes accessibles entre ells, els dos nodes més distants entre ells, y la 
distància que els separa. Concretament aquest apartat s’explicarà amb més 




Les mesures de centralitat són indicadors sobre el paper i posició que prenen 
els nodes a la xarxa. 
 
Grau nodal: número de enllaços relacionats amb un node. Hi ha dos formes de 
ser interpretat, com la oportunitat d’influir o ser influenciat directament. 
 
Per poder veure aquest valor, es fa servir la comanda Ner/Partitions/Degree i 
l’opció que es vulgui. 
 
• Proximitat: és la mesura basada en la distància mínima entre dos 
nodes. Pot ser interpretat com la rapidesa en influenciar o ser influenciat 
pels altres nodes.  
 
Aquesta mesura es pot extreure de Net/Vector/Centrality i l’opció que es 
vulgui:  
o Betweenness és per la proximitat entre els nodes centrals o 
entremitjos.  
o L’altra opció (Closeness que significa proximitat) és per la 
mesura general de la xarxa. 
 
• Intermediació: freqüència amb que un node apareixen el camí més curt 
que connecta altres dos nodes. Índex de intermediació entre diferents 
parts de la xarxa, control de flux i capacitat de mantenir-les separades. 
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Un Hub és un node el qual té un elevat accés a la diversitat que flueix per la 
xarxa. 
 
Un centre es un node central dins de grans grups units entre si. 
 
Per indicar el número de Hubs i autoritats que hi ha d’haver a la xarxa, es fa 
mitjançant Net/Vector/Important Vertices/1-Mode: Hubs/Authorities. Pels 
exemples que es fan servir ara, assignarà sempre al mateix node Hub com a 
autoritat. Els Hubs es representen en vermell, les autoritats en groc i quan sigui 
les dues coses en verd. 
 
Només cal afegir que el hub serà, als exemples, el node més centralitzat, és a 
dir, que la seva distància en mitjana respecte als altres nodes es la més curta 
(millor Proximitat) i estigui més ben comunicat (millor Grau nodal). 
 
Tornant al exemple del pobles, a Net/Vector/Important Vertices/1-Mode: 






Nota: Per veure’l s’ha de fer servir Draw/Draw-Partition 
 
L’opció Net/Vector/Important Vertices/2-Mode: Hubs/Important Vertices es 
per xarxes del tipus 2-Mode. On tenim la possibilitat d’assignar nodes 
“importants” a cada subxarxa. Un d’ells serà sempre el node principal de la 
categoria. 
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6.4 Mesures avançades amb Pajek. 
 
Per a poder valorar les xarxes, s’ha de tindre un seguit de coneixements, que a 
mesura que es vagi presentant l’eina necessària per extreure la informació, 
s’explicarà que aporta la mesura i de quina forma s’extreu la informació. 
 
6.4.1 Coeficient de Clustering 
 
El coeficient d’agrupament (conegut com clustering coefficient (CC) o 
transitivity) és una mesura de la probabilitat que dos associats d’un node 
s’associïn entre si mateixos. Un coeficient d’agrupació més alt indica un major 
“exclusivisme”.  
 
Existeixen dues versions d’aquesta mesura: el global i el local. La versió global 
va ser dissenyat per donar una indicació general de l’agrupació en la xarxa, 
mentre que els locals donen una indicació de la inserció dels nodes individuals.  
Nota: Que tingui més veïns no significa que tingui un CC més alt, el que es 
mesura és lo ben connectats que estan tots connectats entre si. 
	 
El coefficient de clustering, a Pajek, es calcula mitjançant la instrucció 
Net/Vector/Clustering Coefficients/CC1. El CC2 és el valor normalitzat. Amb 
aquesta instrucció es calcula CC per a cada node. Per poder obtenir els valors 
de les distribucions estadístiques del CC, s’ha de fer servir Info/Vector?	  
 
Per exemple, a la Fig. 6.20, el CC per a cada vèrtex es 1, ja que tots els seus 
veïns estan connectat amb tots els altres vèrtex que formen la xarxa. S’inclou el 






      
 
A la Fig 6.19, es pot veure que el valor del coeficient de tots el vèrtex és 1, per 
tant la mitjana, com es pot veure al final, també és 1. 
 
Fig. 6.19 
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Es pot observar com ara no tots els Vèrtexs tenen el mateix coeficient. I la 
mitjana (aritmètic mean), és diferent a 1. Aquest valor es el coeficient de 
clustering mig del graf. 
 
Els únics nodes que segueixen tenint un CC=1, són els nodes 3 i 4, ja que els 
seus veïns estan connectats entre si (formen un triangle). En canvi, el node 1 té 
un CC de 0,33333. Això es produeix perquè, entre els 3 veïns que te, només es 
produeix 1 connexió de les 3 que haurien d’existir per tal de tindre una màxima 
associació entre els veïns del node 1. 
88  Annexes B Anàlisis amb Pajek 
 
6.4.2 Distribució de Grau (Degree Distribution (DD)) 
 
El grau d’un vèrtex en una xarxa, és el número de connexions associades a un 
vèrtex. Si a una xarxa es fes el recompte del número de nodes per cada grau, 
s’obtindria una distribució de grau, que es veurà més endavant. 
 
Tornant al primer exemple (que es el Fig. 6.23, pobles.net): 
 
Per a poder conèixer el grau de cada node: Fer servir 
la comanda Net/Partitions/Degree/All. Als camps 
Partitions i Vectors apareixerà una referencia a una 
Partició i a un Vector. El camp interessant, en aquest 
cas, és Partitions. Per a poder veure la informació que 
proporciona Pajek, s’ha de fer: Info/Partitions. 
Seguidament apareixerà una pantalla on demanarà un 
valor, aquest valor es el número d’elements que es vol 
que es mostren (encara que no el tregui per pantalla, 
els té en conte per a realitzar els càlculs). Per 
l’exemple, introduir 8, es el Número de nodes que hi 
ha. Seguidament demanarà la freqüència mínima que 
s’ha de repetir un valor per a ser representat. Per tant, 
en aquest cas, si es vol que Sitges sigui representada, 









Indica: el grau de cada vèrtex, la seva ID(“nom”, si es generen els grafs de 
forma aleatòria, el nom s’assigna automàticament com VN, on N es el Nº de 
vèrtex), i el Nº del vèrtex. A més a més els endreça per grau. També mostra la 
freqüència en % en què hi ha un vèrtex amb cada grau. 
Fig. 6.23 
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Nota: Si es clica Ctrl+P (Draw/Draw Partition) ens mostra el graf, i a cada 
node l’hi assigna un color en funció del grau. Si a més, a la finestra de 
visualització, es fa servir la comanda Options/Mark Vertices Using/Partition 
Clusters al costat de cada node ens indicarà el grau. 
 
Nota: La mitjana dels valors de DD es el Average Distance. Com es va veure 
anteriorment, es pot conèixer amb Info/Network/General. 
 
 
6.4.3 Average Path Length (longitud mitjana del camí) 
 
És un concepte per a topologies de xarxa, definit com el número mig de salts o 
passes que es realitzen per arribar d’un node a un altre, sempre escollint el 
camí més curt i amb totes les combinacions possibles entre parells de nodes. 
 
No s’ha de confondre amb el diàmetre de la xarxa, que es defineix com la 
distància màxima entre dos nodes de la xarxa. 
 
Per a que Pajek calculi aquest valor, cal introduir la instrucció:  
Net/Path Between 2 Vertices/Distribution of distance. 
Després hi ha dos opcions, l’interessant es from all vertices. 




Indica el número de nodes als que no es pot arribar (0), la distància mitjana 
entre els nodes (2.28571) i la distància més llarga entre dos vèrtex (5) i quins 
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Tot seguit es fa una comprovació, que servirà com a explicació, de com es 
realitza el càlcul de la distància mitjana (Equació 6.1 i Equació 6.2): 
 
Primer es fa la mitjana de distància entre un node i la resta, sempre fent servir 
el camí mes curt entre nodes.  
Equació 6.1 
On la distància mitjana de Sitges amb la resta de poblacions és 22/7= 3.14. 
 




 És la mitjana de les distancies mitges calculades anteriorment. 
 
És a dir, en aquesta xarxa la distància mitjana entre dos nodes al atzar és de 
2.28571 (salts). 
 
6.5 Altres opcions de Pajek 
 
Pajek permet l’opció de representar 2 grafs a l’hora i guardar-los com a un únic 
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Per aquest exemple es duplicarà el graf i després s’unirà com s’explica a 
continuació. El procés més ràpid seria duplicar el graf anterior, i desprès de 
guardar-lo afegir una línia al codi, a la part Edges, per tal d’unir les dues xarxes. 
En l’exemple s’ha afegit la relació “49 99”, que crearà un link entre el node 49, i 
el 99. 
 
El procés seria:  Click a Networks per a que apareixes una pestanya més per 





Seria necessari introduir dos cops el graf anterior (un a la finestra superior i un 
a la inferior, es necessari prèviament fer una copia i guardar el graf amb un 
nom diferent, per poder posar un a cada finestra). Seguidament amb la 





Com s’ha comentat anteriorment, ara s’hauria de guardar el graf. Seguidament 
obrir el arxiu .net que s’ha guardat, i amb el bloc de notes editar el seu 
contingut, afegint una unió entre 2 nodes (un de cada graf, per exemple 49 99). 
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6.6 Pajek & R. 
 
Per a la representació gràfica de la Degree Distribution es pot fer servir R. 
 
6.6.1 Associar Pajek amb R 
 
El primer pas, és enviar les dades de Pajek a R. Per això se l’hi ha d’indicar al 
programa on es troba R. S’ha d’accedir al menú Tools/R/Locate R, tal i com es 
veu a la Fig. 6.30. S’obrirà una finestra d’exploració i s’haurà de buscar la 
carpeta on es troba R. Seguidament buscar el arxiu “R.exe”, per exemple 





6.6.2 Enviar informació a R des de Pajek 
 
Ara ja es poden enviar les dades. Però primer s’ha d’extreure la informació de 
la distribució de grau (Net/Partitions/Degree/All), que queda emmagatzemada 
en la partició que es crea. Seguidament s’ha d’extreure aquesta informació en 
un vector, a partir la partició Partition/Make Vector. 
 
Ara ja es pot enviar la informació de forma correcta a R. La comanda és: 
Tools/R/Send to R/Current Vector (Fig. 6.31), s’obrirà una finestra amb el 
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El codi escrit és: 
On X es el vector que s’ha enviat. 
 
Encara que no és necessari guardar la imatge en un pdf, és convenient 
destacar aquesta opció. Si no es vulgues guardar com a pdf, només s’hauria de 
treure el codi pdf(file=’nom.pdf’)... i el dev.off(). Faltaria destacar que es mostra 
en representació logarítmica a causa de log=’xy’, per aquest cas no és 





Fig 6.33, és la gràfica de la degree distribution, del primer exemple 
(pobles.net) Tornant a les dades extretes de les mesures Imatge 11, indica que 
hi ha un node amb grau 1, sis nodes amb grau 2 i un node amb grau 3, cosa 
que coincideix amb la gràfica. 
 
Nota: Si es vol fer servir funcions d’igraph, s’ha de descarregar la llibreria, i 
introduir la comanda:  > library (igraph). 
t <- tabulate(vX) 
c <- t[t>0] 
i <- (1:length(t)) [t>0] 
pdf(file=’DD.pdf’) 
plot(i,c,log='xy',main= 'Degree Distribution',xlab='indeg',ylab='freq') 
dev.off() 
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Com a curiositat, s’ha afegit el Fig. 6.34 de DD, format per més de 300.000 
nodes, capturats d’arreu de la xarxa. Com es pot veure, hi ha moltíssim nodes 
amb poques connexions i pocs nodes amb moltes connexions. 
 
Fig. 6.34 
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Com el treball serà amb xarxes més grans, és convenient destacar què: 
• Layout/Energy/Kamada-Kaway: Es la millor forma per visualitzar graf 
petits. 
o Fix first and last i Fix on in the midle: És una opció interessant a 
tindre en compte si ens volem fixar-nos en el primer i últim node, 
o en un en concret. 
• Layout/Energy/Futchterman Reingold/3D: Requereix una màquina 
més potent per a xarxes més grans, però aporta una percepció diferent, i 
la possibilitat de rotar la vista del graf. Al següent vídeo es pot veure com 




Nota: El arxiu .net del graf que es veu al link, no s’afegeix ja que la xarxa s’ha 
creat de forma aleatòria.  
 
6.7.2 Grafs aleatoris 
 
El procés de crear grafs amb Pajek, és lent i molt farragós. Per això es 
important conèixer eines per tal de crear grafs de forma aleatòria, per poder fer 
estudis. 
 
Pajek ofereix la possibilitat de crear grafs aleatoris fent servir la comanda 
Net/Random Network/Total No of Arcs, desprès s’introdueix el número de 
vèrtex, i seguidament el número de enllaços. 
 
A més a més, R amb el mòdul Igrpah disposa de comandes per a generar 
grafs aleatoris, però d’un tipus concret, com podria ser un graf Small World o 
sacle-free. 
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6.7.2.1 Small World 
L’estructura que ha de seguir la comanda és: 
 
Ø  g	  <-­‐	  watts.strogatz.game(	  “dim”,”size”	  ,	  nei,	  p)	  
 




• dim: Un enter constant, la dimensió de partida de la xarxa. Aquest valor, 
per a la generació de tots els grafs, en aquest estudi, sempre serà 1. 
• size: Enter, constant. Determina la dimensió de la xarxa, el número de 
nodes. Màxim nodes (aprox) que permet assignar el programa: 2*10^6. 
• nei: Enter, constant. Determina el número de connexions, per costat, 
amb els veïns. 
• p: Valor real, entre 0 i 1. Representa el valor de la Rewiring Probability.  
 
6.7.2.2 Scale-free 
L’estructura que ha de seguir la comanda és: 
 
Ø barabasi.game(n,	  power=1,	  m=NULL,	  out.dist=NULL,	  out.seq=NULL,	  out.pref=FALSE,	  
zero.appeal=1,	  directed=FALSE	  time.window=NULL)	  
Arguments: 
 
• n: Nombre de vèrtex. 
• power: El poder de la connexió preferencial, el valor per defecte és un 1, 
és a dir, connexió preferencial lineal. A valors més alts serà més 
probable que només hi hagi un únic node central. Amb valors més 
baixos, hi haurà molts nodes principals. Per el present estudi es farà 
servir valor 1. 
• m: Constant numèrica, nombre d’enllaços que s’afegeixen en cada 
increment de temps. 
• Out.dist/Out.seq: Si es fa servir l’argument m, serveixen per indicar en 
quina distribució i en quina quantitat augmenten els enllaços en cada 
increment de temps.  
• put.pref: Variable lògica. TRUE, el grau total s’utilitza per a calcular la 
probabilitat de citació d’un node. Per aquest estudi no cal activar el flag. 
• zero.appeal: La “atracció” dels vèrtex amb els nodes no adjacents. 1 pel 
present estudi. 
• directed: Variable lògica. Crear un graf “directe” o no (FALSE: Els 
enllaços són Edges, TRUE: Els enllaços són Arcs). 
• time.window: Per activar el conte dels salts de temps emprats (NULL). 
 
A part de n, i en algun cas power, la resta de valors, per la part del estudi que 
interessa en aquest treball, seran els que indica la comanda.   
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6.7.3 Mesures amb R. 
 
Comandes de R per obtenir mesures: 
 
Average Path Lenght:    > average.path.length(g)    
Clustering Coeficient:   > transitivity(g,type=”average”)   
Densitat    > graph.density(g,loops=FALSE)   
Vector amb el grau dels nodes  > graph.KNN(g)     
Distribució de grau   > degree.distribution(g)    
 
 




On només cal substituir Nom, pel nom del arxiu que se l’hi vol donar. Si no 
s’indica cap ruta, guarda el arxiu a la carpeta R/bin. 
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7. Com extreure nodes i IPs d’un AS 
 
A continuació hi ha una guia ràpida de com extreure de les dades de CAIDA les 
adreces IPs classificades per l’identificador de router d’un AS en concret. 
 
• Primerament es necessari crear una carpeta, d’on es llegiran els documents 
i on es guardarà l’arxiu resultant. Un exemple es el que s’ha fet servir al llarg 
del projecte: C\Modif, així no serà necessari canviar el codi. 
• Dins d’aquesta carpeta cal posar dos arxius:  
o midar-iff.nodes.as : que conté informació de a quin AS pertany cada 
node. 
o Midar-iff.nodes : conté informació de les IPs que pertanyen a cada 
node. 
• Els arxius es poden baixar de https://topo-­‐data.caida.org/	  	  és necessari 
demanar accés per a poder accedir a la informació. Els arxius es troben 
dins del directori ITDK. 
• Els arxius s’han de guardar com a txt, ja que quan es descarreguen no 
tenen aquest format. És possible obrir-los amb un editor de text (es 
recomana fer servir notepad++) i guardar el text amb format txt, si es 
guarden amb el nom AS.txt i nodosMI.txt respectivament, no cal modificar el 
codi Java, si es guarden amb un altre nom caldrà canviar-oh al codi. 
• L’últim pas es executar el codi amb Eclipse (creant una nova classe amb el 
nom Encuentranodos i afegint el codi que es troba a la pàgina següent). 
 
La següent línia indica com es dirà l’arxiu que es crearà amb la informació. 
 
FileWriter TextFile = new FileWriter("c:/Modif/nodos13041.txt"); 
 
Es pot posar el nom que es vulgui, es recomana fer servir un format del tipus 
“nodesASxxx.txt” on xxx es l’identificador d’AS, per evitar confusions entre 
arxius. 
 
La següent línia es l’encarregada de trobar els nodes que pertanyen a un AS: 
 
if(line.contains(" 13041 ")){ 
 
S’ha de substituir 13041 pel identificador d’AS del qual es vulguin trobar les IPs, 

















public class Encuentranodos { 
 
 public static void main(String[] args) throws IOException { 
   
  FileWriter TextFile = new FileWriter("c:/Modif/nodos13041.txt"); 
  BufferedWriter bw = new BufferedWriter(TextFile); 
 
  FileReader br = new FileReader("c:/Modif/AS.txt"); 
  BufferedReader bf = new BufferedReader(br);  
   
  FileReader br2 = new FileReader("c:/Modif/nodosMI.txt"); 
  BufferedReader bf2 = new BufferedReader(br2);  
   
  String line,line2; 
  int i,j,k=0; 
  String lista[] = new String[1000]; 
   
  while((line = bf.readLine())!=null){ 
   if(line.contains(" 13041 ")){ 
    i=line.indexOf("N"); 
    j=line.indexOf(" ",i); 
    line2=line.substring(i,j); 
    lista[k]=line2; 
    k++; 
   } 
  } 
   
  j=0; 
     
  while((line = bf2.readLine())!=null){ 
   for(i=0;i<k;i++){ 
    if(line.contains(lista[i])&&line.charAt(lista[i].length()+5)==':') 
     bw.write(line+"\r\n"); 
   } 
   System.out.println(j); 
   j++; 
  } 
   
   
  bf.close(); 
  bf2.close(); 
  bw.close(); 
 } 
} 
