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Het was Pim Fortuyn die in zijn 
tijd nadrukkelijk pleitte voor 
autonomie van professionals, in het 
onderwijs, bij de politie en in de zorg. Hij 
zag dat hele sectoren kapotgingen aan de 
vele procesmanagers, die, niet gehin-
derd door bescheidenheid of inhoudelijke 
kennis van zaken, maar wel behept met 
bemoeizucht en controledrift, het vak-
kundig werken op de vloer onaangenaam 
of zelf onmogelijk maakten. 
Deze problematiek speelt in sterke 
mate op het gebied van cyber security, 
dat nu hoog op de politieke agenda 
staat. Cyber security is voor het komende 
decennium wat terrorisme was in het 
afgelopen decennium. 
Beveiliging van ICT -systemen is een 
waanzinnig lastig onderwerp. The devil 
is in the details. Je hebt enerzijds echte 
informaticaspecialisten nodig die van 
ieder bitje kunnen nagaan of het goed 
staat, en anderzijds tactische, out-of-the-
box denkers die de gedachtegangen van 
hackers, cybercriminelen of cyberwarriors 
kennen. Dit soort mensen - denk aan 
jonge honden en paardenstaarten - past 
slecht in een bureaucratische wereld, 
zeker wanneer men daarbij in de nek 
gezeten wordt door overbetaalde, onkun-
dige, bemoeizuchtige managers. 
Nergens bestaat een grotere minach-
ting voor de combinatie van dikdoenerij 
en onkunde als onder nerds. 
We zijn als samenleving steeds sterker 
afhankelijk geworden van deze nerds, 
niet alleen in de vormgeving van onze 
!CT-systemen, maar ook in de beveili-
ging daarvan. De overheid moet radicaal 
veranderen om deze mensen aan zich te 
binden. Lang is gedacht dat inhoudelijke 
kennis niet nodig was omdat die wel op 
projectbasis aangekocht kon worden door 
de inzet van 'externen'. Men meende aan 
procesmanagers voldoende te hebben. 
Externe dienstverleners hebben mas-
saal geprofiteerd van het feit dat zij 
als gesprekspartner bij de overheid niet 
met inhoudelijk deskundigen te maken 
hadden. Het zal niet verbazen dat zo'n 
personeelsbeleid leidt tot hoge prijzen en 
lage kwaliteit. 
Langzaamaan realiseert de overheid 
zich dat een eigen strategische kennispo-
sitie onontbeerlijk is, niet alleen om de 
eigen taken goed uit te voeren, maar ook 
om niet volledig afhankelijk te zijn van 
(en bedonderd te worden door) de markt. 
In de computerbeveiliging zijn, met hor-
ten en stoten, enkele afdelingen ontstaan 
waar !CT-specialisten de ruimte hebben 
gekregen die ze nodig hebben: bij de 
Nationale High Tech Crime Unit (NHTCU, 
de 'nerdwouten'), bij het nieuwe Natio-
nale Cyber Security Centrum (NCSC) en 
bij de inlichtingendienst AIVD. Bureau-
cratische absurditeiten blijven de profes-
sionals daar omringen, maar zolang hun 
managers zich richten op afscherming 
daarvan in plaats van op obstructie is er 
aanleiding voor enig optimisme. Juist dit 
beleid, gestoeld op professionele autono-
mie en een dienende rol van managers, 
heeft de toekomst. 
