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ANCHO DE BANDA: se mide como la cantidad de datos que se puede transferir 
entre dos puntos de una red en un tiempo específico, el ancho de banda se mide en 
bits por segundos y se expresa como una tasa de bits. 
 
DIRECCIÓN IP: es un conjunto de números que identifica, de manera lógica y 
jerárquica, a una Interfaz en la red (elemento de comunicación/conexión) de un 
dispositivo (computadora, laptop, teléfono inteligente) que utilice el protocolo o 
(Internet Protocol), que corresponde al nivel de red del modelo TCP/IP. 
 
GATEWAY: es el dispositivo que actúa de interfaz de conexión entre aparatos o 
dispositivos, y también posibilita compartir recursos entre dos o más ordenadores. 
Su propósito es traducir la información del protocolo utilizado en una red inicial, al 
protocolo usado en la red de destino. 
 
VLAN: La utilidad de las VLAN radica en la posibilidad de separar aquellos 
segmentos lógicos que componen una LAN y que no tienen la necesidad de 
intercambiar información entre sí a través de la red de área local. Esta particularidad 














El desarrollo de estas actividades como trabajo final, esta propuesto en la solución 
de dos escenarios,  como administradores de redes y futuros ingenieros realizamos 
cada una de las configuraciones necesarias aplicando comandos como show ip 
route, show ipv6 route, show runn, configuración de interfaces y puertos troncales 
entre otros para dar solución a lo requerido. 
El escenario 1 está planteado para una empresa de confecciones distribuidas en 3 
sucursales en diferentes ciudades, la simulación de este escenario se realiza en 
simulador GNS3 configurando las direcciones ip, protocolos que se requieren en la 
guía.  
Para el escenario 2 se plantea una empresa de comunicaciones que requiere 
configuraciones en direcciones ip, VLANs, EtherChannels para dar solución a los 
lineamientos de la guía. 






The development of these activities as final work, is proposed in the solution of two 
scenarios, as network administrators and future engineers we carry out each of the 
necessary configurations applying commands such as show ip route, show ipv6 
route, show runn, interface configuration and trunk ports among others to provide 
solutions to what is required. 
Scenario 1 is proposed for a clothing company distributed in 3 branches in different 
cities, the simulation of this scenario is carried out in a GNS3 simulator configuring 
the IP addresses, protocols that are required in the guide. 
For scenario 2, a communications company is proposed that requires configurations 
in IP addresses, VLANs, EtherChannels to solve the guidelines in the guide. 









El presente trabajo busca la consolidación de los conocimientos adquiridos en los 
cursos de CCNA y CCNP de cisco, por medio de la solución de dos escenarios de 
implementación de redes de datos con la ayuda de dispositivos activos Router y 
switch simulados en herramientas como Packet Tracer y GNS3. De esta manera se 
realizara la implementación de redes capaces de generar enrutamiento simultáneo 
de IPV4 e IPV6, segmentación de redes y aprendizajes automáticos de 
enrutamiento por medio de protocolos Etherchannel, EIGRP Y OSPF. 
En los escenarios que se abordan se deben configurar cada uno de los dispositivos 
que forman parte de esto acorde con los lineamientos establecidos por el 
direccionamiento IP, protocolos  de enrutamientos y demás aspectos que forman 





















Configurar y administrar dispositivos de networking mediante el uso de protocolos 
avanzados para el acceso de gestión remoto cisco ccnp 
Adquirir habilidades para Configurar protocolos de enrutamientos IPV4 e IPV6  
Describir tecnologías de conmutación mejoradas tales como, vlan, protocolo de 
enlace troncal de vlan (vtp) y protocolo de árbol de expansión.  
Desarrollar todas las actividades propuestas por el curso diplomado de 




1. Escenario 1 
 
Una empresa de confecciones posee tres sucursales distribuidas en las ciudades 
de Cali, Barranquilla y Ocaña, en donde el estudiante será el administrador de la 
red, el cual deberá configurar e interconectar entre sí cada uno de los dispositivos 
que forman parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, protocolos de enrutamiento y demás aspectos que forman 








Figura 1 TOPOLOGIA GNS 3  
 
1.1. Parte 1. 
 
Configuración del escenario propuesto  
1.1.1. Configuración de interfaces en R1, R2, R3. 
 
Configurar las interfaces con las direcciones IPv4 e IPv6 que se muestran en la  
topología de red 
 
R1>enable                                                                                         modo privilegiado 
R1#configure terminal                                                      modo configuración global 
R1 (config) #hostname R1                                       asignamos el nombre al Router  
R1 (config) #ipv6 unicast-routing                           Configuramos el enrutamiento ipv6 
R1 (config) #interface FastEthernet0/0                configuramos las interfaz fastEthernet           
R1 (config-if) #ip address 192.168.110.1 255.255.255.0  Configuracion direccion ip 
R1 (config-if) #ipv6 address 2001:db8: acad: 110:: 1/64  configuramos la direccion 
estática global 
R1 (config-if) #no shutdown                                                                        no apagar 




R1 (config-if) #ip address 192.168.9.1 255.255.255.0 asignamos la direccion ip y 
mascara subred    
R1 (config-if) #ipv6 address 2001:db8: acad: 90:: 1/64 configuramos la direccion 
ipv6 estática global 
R1 (config-if) #clock rate 128000                           configuramos la velocidad del reloj 
R1 (config-if) #bandwidth 128                                    configuramos el ancho de banda 
R1 (config-if) #no shutdown                                                                         no apagar 
R1 (config-if) # exit 
1.1.2. Configuracion BW sobre las interfaces seriales 
  
El ancho de banda a 128 kbps sobre cada uno de los enlaces seriales Ajustar 
ubicados en R1, R2, y R3 y ajustar la velocidad de reloj de las conexiones de DCE 
según sea apropiado. 
 
 
Configuración parámetros (Ítem 1 y 2) en R2 
R2 (config) #hostname R2                                         asignamos el nombre la Router 
R2 (config) #ipv6 unicast-routing                           Configuramos el enrutamiento ipv6 
R2 (config) #interface FastEthernet0/0            configuramos las interfaz fastEthernet           
R2 (config-if) #ip address 192.168.2.1 255.255.255.0    asignamos la direccion ip y 
mascara subred    
R2 (config-if) #ipv6 address 2001:db8: acad::1/64  configuramos la direccion 
estática global 
R2 (config-if) #no shutdown                                                                        no apagar  
R2 (config-if) #interface serial1/0                            configuramos la interfaz serial 1/0 
R2 (config-if) #ip address 192.168.9.2 255.255.255.0  asignamos la direccion ip y 
mascara subred        
R2 (config-if) #ipv6 address 2001:db8: acad: 90:: 2/64 configuramos la direccion 
ipv6 estática global 
R2 (config-if) #bandwidth 128                                     configuramos el ancho de banda                     
R2 (config-if) #no shutdown                                                                       no apagar 
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R2 (config-if) #interface serial1/1                          configuramos la interfaz serial 1/1 
R2 (config-if) #ip address 192.168.9.5 255.255.255.0  asignamos la direccion ip y 
mascara subred        
R2 (config-if) #ipv6 address 2001:db8: acad: 91:: 1/64  configuramos la direccion 
ipv6  estática global 
R2 (config-if) #clock rate 128000                           configuramos la velocidad del reloj 
R2 (config-if) #bandwidth 128                                 configuramos el ancho de banda 
R2 (config-if) #no shutdown 
 
Configuración parámetros (Ítem 1 y 2) en R3 
R3#configure terminal                                      iniciamos modo configuración global 
R3 (config) #hostname R3                                        asignamos el nombre al Router 
R3 (config) #ipv6 unicast-routing                        Configuramos el enrutamiento ipv6 
R3 (config) #interface FastEthernet0/0           configuramos las interfaz fastEthernet           
R3 (config-if) #ip address 192.168.3.1 255.255.255.0  asignamos la direccion ip y 
mascara subred        
R3 (config-if) #ipv6 address 2001:db8: acad: c: 1/64   configuramos la direccion ipv6  
estática global 
R3 (config-if) #no shutdown                                                                        no apagar  
R3 (config-if) #interface serial1/1                          configuramos la interfaz serial 1/1 
R3 (config-if) #ip address 192.168.9.6 255.255.255.0 asignamos la direccion ip y 
mascara subred        
R3 (config-if) #ipv6 address 2001:db8: acad: 91:: 2/64 configuramos la direccion 
ipv6  estática global 
R3 (config-if) #bandwidth 128                                 configuramos el ancho de banda 







1.1.3. Configuración de protocolo ospfv3 en R2 y R3 
 
En R2 y R3 configurar las familias de direcciones OSPFv3 para IPv4 e IPv6. Utilice 




Comandos  utilizados: 
Para R2: 
R2 (config-if) #Router ospfv3 1     configuramos el  protocolo de enrutamiento para 
ipv6 
R2 (config-router) #address-family ipv4 unicast   configuramos la direccion de familia 
ipv4 
R2 (config-router-af) #router-id 2.2.2.2                                     identificamos el router  
R2 (config-router-af) #exit-address-family               salimos de la direccion de famila 
R2 (config-router) #address-family ipv6 unicast                     direccion de familia ipv6 
R2 (config-router-af) #router-id 2.2.2.2                                    identificamos el router 
R2 (config-router-af) #exit-address-family                salimos Del modo Configuracion 
 
R3 (config-if) #Router ospfv3 1                               salimos de la direccion de famila 
R3 (config-router) #address-family ipv4 unicast     configuramos la direccion de 
familia ipv4 
R3 (config-router-af) #router-id 3.3.3.3                                      identificamos el router 
R3 (config-router-af) #passive-interface FastEthernet0/0 configuramos las interfaz 
fastEthernet pasiva 
R3 (config-router-af) #exit-address-family              salimos de la direccion de famila    
R3 (config-router) #address-family ipv6 unicast  configuramos el direccionamiento 
de familias ipv6 
R3 (config-router-af) #router-id 3.3.3.3                                        identificamos el router  
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R3 (config-router-af) #passive-interface FastEthernet0/0      configuramos las 
interfaz fastEthernet pasiva  
R3 (config-router-af) #exit-address-family              salimos de la direccion de famila    
 
1.1.4. Configuración de ospf v3 en R2 
 




R2 (config) #interface FastEthernet0/0              configuramos las interfaz fastEthernet 
R2 (config-if) #ospfv3 1 ipv4 area 1  configuramos el protocolo enrutamiento para 
ipv4    area 1 
R2 (config-if) #ospfv3 1 ipv6 area 1 configuramos el protocolo enrutamiento para 
ipv6   area 1 
R2 (config-if) #interface serial1/1                            configuramos la interfaz serial 1/1 
R2 (config-if) #ospfv3 1 ipv4 area 0    configuramos el protocolo enrutamiento para 
ipv4   area 0 
R2 (config-if) #ospfv3 1 ipv6 area 0     configuramos el protocolo enrutamiento para 
ipv6   area 0 
 
1.1.5. Configuración de ospfv3 en R3 
 
En R3, configurar la interfaz F0/0 y la conexión serial entre R2 y R3 en OSPF área 
0. 
R3 (config) #interface FastEthernet0/0          configuramos las interfaz fastEthernet  
R3 (config-if) #ospfv3 1 ipv4 area 0    configuramos el protocolo enrutamiento para 
ipv4    area 0 
R3 (config-if) #ospfv3 1 ipv6 area 0     configuramos el protocolo enrutamiento para 
ipv4    area 0 
R3 (config-if) #interface serial1/0                            configuramos la interfaz serial 1/0 
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R3 (config-if) #ospfv3 1 ipv4 area 0    configuramos el protocolo enrutamiento para 
ipv4    area 0 
R3 (config-if) #ospfv3 1 ipv6 area 0    configuramos el protocolo enrutamiento para 
ipv6    area 0 
 
1.1.6. Configurar el área 1 como Stubby 
Configurar el área 1 como un área totalmente Stubby 
Configuración área 1 
R2 (config) #Router ospfv3 1     configuramos el protocolo de enrutamiento 
R2 (config-router) #address-family ipv4 unicast   configuramos la direccion de familia 
ipv4 
R2 (config-router-af) #area 1 stub no-Summary  configuramos ruta resumida sin 
filtracion al area1 
R2 (config-router-af) #exit-address-family               salimos de la direccion de famila    
R2 (config-router) #address-family ipv6 unicast configuramos la direccion de familia 
ipv6 
R2 (config-router-af) #area 1 stub no-Summary  configuramos ruta resumida sin 
filtracion al area1 
R2 (config-router-af) #exit-address-family              salimos de la direccion de famila    
 
1.1.7. Propagar rutas por defecto de IPv4 e IPv6 en R3 al interior del dominio 
 
Propagar rutas por defecto de IPv4 e IPv6 en R3 al interior del dominio 
OSPFv3. 
 
R3#configure terminal                                             entramos en Configuracion global 
R3 (config) #router ospfv3 1                           configuramos el protocolo de enrutamiento 





R3 (config-router-af) #default-information originate always  configuramos los 
anuncios a ningún otro enrutador   
R3 (config-router-af) #exit-address-family               salimos de la direccion de famila    
R3 (config-router) #address-family ipv6 unicast     configuramos la direccion de 
familia ipv6 
R3 (config-router-af) #default-information originate always  configuramos los 
anuncios a ningún otro enrutador   
R3 (config-router-af) #exit-address-family               salimos de la direccion de famila    
 
1.1.8. Realizar la configuración del protocolo EIGRP para IPv4 como IPv6 
 
Configurar la interfaz F0/0 de R1 y la conexión entre R1 y R2 para EIGRP 




R1 (config) #Router eigrp DUAL-STACK    configuramos el protocolo eigrp para ipv4 
e ipv6        
R1 (config-router) #address-family ipv4 unicast autonomous-system 4  
configuramos la direccion de familia ipv4 Como Sistema autónomo 
R1 (config-router-af) #af-interface FastEthernet0/0   configuramos las interfaz 
fastEthernet en el direccionamiento de familia 
R1 (config-router-af-interface) #passive-interface        configuramos el anuncio de la 
informacion 
R1 (config-router-af-interface) #exit-af-interface         salimos del modo Configuracion 
R1 (config-router-af) #topology base                               configuramos la tabla base 
R1 (config-router-af-topology) #exit-af-topology                         salimos de tabla base 




R1 (config-router-af) #network 192.168.110.0 0.0.0.3   habilitamos el proceso en la 
interfaz 
R1 (config-router-af) #eigrp router-id 1.1.1.1                             identificamos el router 
R1 (config-router-af) #exit-address-family                   salimos del direccionamiento 
de familia 
R1 (config-router) #address-family ipv6 unicast autonomous-system 6 configuramos 
la direccion de familia ipv4 Como Sistema autónomo 
R1 (config-router-af) #af-interface FastEthernet0/0  configuramos las interfaz 
fastEthernet en el direccionamiento de familia 
R1 (config-router-af-interface) #passive-interface  configuramos el anuncio de la 
informacion 
R1 (config-router-af-interface) #exit-af-interface                        salimos de la interfaz 
R1 (config-router-af) #topology base                                configuramos la tabla base 
R1 (config-router-af-topology) #exit-af-topology                         salimos de tabla base 
R1 (config-router-af) #eigrp router-id 1.1.1.1                            identificamos el router  
R1 (config-router-af) #exit-address-family                salimos de la direccion de famila 
R2 (config) #router eigrp DUAL-STACK           configuramos el protocolo eigrp para 
ipv4 e ipv6        
R2 (config-router) #address-family ipv4 unicast autonomous-system 4 configuramos 
la direccion de familia ipv4 Como Sistema autónomo 
R2 (config-router-af) #network 192.168.9.0 0.0.0.3    3      habilitamos el proceso en 
la interfaz 
R2 (config-router-af) #eigrp router-id 2.2.2.2                               identificamos el router 
R2 (config-router-af) #exit-address-family                  salimos de la direccion de famila   
R2 (config-router) #address-family ipv6 unicast autonomous-system 6   







1.1.9. Configurar las interfaces pasivas para EIGRP según sea apropiado 
 
Configurar las interfaces pasivas para EIGRP según sea apropiado. 
 
R2 (config-router-af) #af-interface FastEthernet0/0     configuramos las interfaz 
fastEthernet en el direccionamiento de familia 
R2 (config-router-af-interface) #shutdown                                                         apagar 
R2 (config-router-af-interface) #exit-af-interface                       configuramos la interfaz 
R2 (config-router-af) #af-interface serial1/0                    configuramos la interfaz serial 
R2 (config-router-af-interface) #shutdown                                                          apagar  
R2 (config-router-af-interface) #exit-af-interface                           salimos de la interfaz  
R2 (config-router-af) #eigrp router-id 2.2.2.2                             identificamos el router 
R2 (config-router-af) #exit-address-family                  salimos de la direccion de famila   
 
R2#conf terminal 
R2 (config) #router eigrp DUAL-STACK    configuramos el protocolo eigrp para ipv4 
e ipv6        
R2 (config-router) #address-family ipv4 unicast autonomous-system 4 configuramos 
la direccion de familia ipv4 Como Sistema autónomo 
R2 (config-router-af) #topology base   configuramos la tabla base 
R2 (config-router-af-topology) #distribute-list R3-to-R1 out  distribuimos la lista de 
R3 a R1 
R2 (config-router-af-topology) #redistribute ospfv3 1 metric 10000 100 255 1 1500 
Distribuimos las metricas de protocolo de enrutamiento  
R2 (config-router-af-topology) #exit-af-topology                      salimos de la tabla base 
 
1.1.10. En R2, configurar la redistribucion mutua entre OSPF y EIGRP para IPv4 
e IPv6 
Asignar métricas apropiadas cuando sea necesario 
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R2 (config) #Router eigrp DUAL-STACK  configuramos el protocolo eigrp para ipv4 
e ipv6        
 
R2 (config-router) #address-family ipv4 unicast autonomous-system 4  
configuramos la direccion de familia ipv4 Como Sistema autónomo 
R2 (config-router-af) #topology base                                configuramos la tabla base 
R2 (config) #distribute-list R3-to-R1 out                      distribuimos la lista de R3 a R1  
R2 (config-router-af-topology) #redistribute ospfv3 1 metric 10000 100 255 1 1500 
Distribuimos las metricas de protocolo de enrutamiento  
R2 (config-router-af-topology) #exit-af-topology                     salimos de la tabla base 
R2 (config-router) #address-family ipv6 unicast autonomous-system 6  
configuramos la direccion de familia ipv6 Como Sistema autónomo  
R2 (config-router-af) #topology base                        configuramos la Tabla base eigrp 
R2 (config-router-af-topology) #redistribute ospf 1 metric 10000 100 255 1 1500 
Distribuimos las metricas de protocolo de enrutamiento  
R2 (config-router-af-topology) #exit-af-topology                     salimos de la tabla base 
1.1.11. En R2, debe hacer publicidad de ruta 192.168.3.0/24 a R1 mediante una 
lista de distribución ACL 
 
R2 (config-router) #ip access-list standard R2-to-R1  configuramos el acceso de la 
lista standard de R2 a R1 
R2 (config-std-nacl) #remark ACL to filter 192.168.3.0/24 configuramos la filtracion  
lista con ACL 
R2 (config-std-nacl) #deny 192.168.3.0 0.0.0.255  negamos la filtracion a esta 
direccion ip 
R2 (config-std-nacl) #permit any  permitimos la filtracion al protocolo de 
enrutamiento 
R2 (config) #router ospfv3 1   configuramos el procolo de enrutamiento 





R2 (config-router-af) #redistribute eigrp 4                   redistribucion al protocolo eigrp 
R2 (config-router-af) #address-family ipv6 unicast    configuramos la direccion de 
familia ipv6 
R2 (config-router-af) #redistribute eigrp 6                    redistribucion al protocolo eigrp 
R2 (config-router-af) #exit-address-family       salimos del direccionamiento de famila 
 
1.2. Parte 2 
 
 
Verificar conectividad de red y control de la trayectoria. 
 
1.2.1. Registrar las tablas de enrutamiento en cada uno de los routers, acorde 




Figura 2 show ipv6 route en R1  
Utilizamos comando show ip route para verificar las rutas en las tablas de 






Figura 3 comando show ip route  
Utilizamos el comando show ipv6 route para verificar si las redes ipv6 y las 
direcciones especificas ipv6 se instalaron en la tabla de enrutamiento ipv6 en R2 
 
 
Figura 4 comando show ipv6 ospf en R2  
Utilizamos el comando show ipv6 route para verificar si las redes ipv6 y las 






Figura 5 show ipv6 ospf en R2  
Utilizamos el comando show ipv6 ospf para verificar la información de configuración 





Figura 6 show ipv6 route en R3 
Utilizamos el comando show ipv6 route para verificar si las redes ipv6 y las 





Figura 7 show ipv6 ospf en R3  
Utilizamos el comando show ipv6 ospf para verificar la información de configuración 
ospfv3, incluyendo la ID del proceso ospf, y la del Router con las interfaces 
habilitadas en R3 
 
 
Figura 8 show ipv6 ospf en R3  
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Utilizamos el comando show ipv6 ospf para verificar la información de configuración 
ospfv3, incluyendo la ID del proceso ospf, y la del Router con las interfaces 
habilitadas en R3 
1.2.2. Verificar comunicación entre routers mediante el comando ping y 
traceroute 
 
Figura 9 ping R1 
  




Figura 10 ping R2  
Con el comando ping traceroute verificamos la comunicación entre los routers 
 
 
Figura 11 ping R3  
Con el comando ping traceroute verificamos la comunicación entre los routers 
1.2.3. Verificar que las rutas filtradas no están presentes en las tablas de 





Figura 12 show runn R1  
Utilizamos el comando show runn para visualizar el estado del Router y las tablas 
de enrutamiento en R1. 
 
 
Figura 13 show runn en R2  
Utilizamos el comando show runn para visualizar el estado del Router y las tablas 





Figura 14 show runn en R3  
Utilizamos el comando show runn para visualizar el estado del Router y las tablas 
de enrutamiento en R3. 
 
2. Escenario 2 
 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, Etherchannel, VLANs y demás aspectos que forman parte del 
escenario propuesto. 
 






Figura 15  topología escenario 2  
2.1. Parte 1: 
 
Configurar la red de acuerdo con las especificaciones. 
 
2.1.1. Apagar todas las interfaces en cada switch. 
 
Ingresamos a los switch en modo de configuración global corremos el siguiente 
comando 
Switch>enable                                                                                  modo privelegiado 
Switch (config) #configure terminal                                                Configuracion global 
Switch (config) # interface range f0/1-24                                   apagamos las interfaces 
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Switch (config-if-range) # shutdown                                                                  apagar 
 
2.1.2.  Asignar un nombre a cada switch acorde al escenario establecido. 
 
Con los siguientes comandos asignamos el nombre a cada switch  
Switch>enable                                                                                modo privelegiado 
Switch (config) #configure terminal                                              Configuracion global   
Switch (config) #hostname DSL1                                  asignamos el nombre al switch 
Switch>enable                                                                                  modo privelegiado 
Switch (config) #configure terminal                                               Configuracion global   
Switch (config) #hostname DSL2                                  asignamos el nombre al switch 
Switch>enable                                                                                    modo privelegiado 
Switch (config) #configure terminal                                             Configuracion global   
Switch (config) #hostname ALS1                                  asignamos el nombre al switch 
Switch>enable                                                                                     modo privelegiado 
Switch (config) #configure terminal                                               Configuracion global 
Switch (config) #hostname ALS2                                  asignamos el nombre al switch   
 
2.1.3. Configurar los puertos troncales y Port-channels tal como se muestra 
en el diagrama 
La conexión entre DLS1 y DLS2 será un Etherchannel capa-3 utilizando LACP. Para 
DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 utilizará 10.12.12.2/30. 
Para realizar esta configuración ingresamos en modo configuración global el switch 
DSL1 creamos primero el Portchannel 12, al ser un Portchannel en L3 desactivamos 
el switchport tanto en el Portchannel como en las interfaces que participan en ese 
grupo 
 
DLS1>enable                                                                                    modo privelegiado 
DLS1#configure terminal                                                           Configuracion global   
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DLS1 (config) #interface port-channel 12                          configuramos el puerto 12 
DLS1 (config-if) #no switchport                                 desactivamos el modo enrutado 
DLS1 (config-if) #ip address 10.12.12.1 255.255.255.252 configuramos la direccion 
ip y mascara subred 
DLS1 (config-if) #exit                                                  salimos del modo Configuracion 
DLS1 (config) #interface range fa0/11-12           configuramos el rango de interfaces 
DLS1 (config-if-range) #no switchport                 desactivamos el mode de enrutado 
DLS1 (config-if-range) #channel-group 12 mode active  activamos el grupo 12 de 
canalización de puertos 
DLS1 (config-if-range) #exit                                salimos del  modo Configuracion 
DLS1 (config) #exit 
 
DLS2>enable                                                                                 modo privelegiado 
DLS2#configure terminal                                                            Configuracion global   
DLS2 (config) #interface port-channel 12                           configuramos el puerto 12 
DLS2 (config-if) #no switchport                                desactivamos el modo enrutado 
DLS2 (config-if) #ip address 10.12.12.2 255.255.255.252    configuramos la 
direccion ip y mascara subred 
 
DLS2 (config-if) #exit                                             salimos del  modo Configuracion 
DLS2 (config) #interface range fa0/11-12         configuramos el rango de interfaces 
DLS2 (config-if-range) #no switchport                desactivamos el mode de enrutado 
DLS2 (config-if-range) #channel-group 12 mode active   activamos el grupo 12 de 
canalización de puertos 
DLS2 (config-if-range) #exit                                 salimos del  modo Configuracion 
 
 
2.1.4. Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
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Ingresamos en modo configuración global y creamos primero el port- channel 1 en 
DSL1  y port-channel 2 en DSL2 encenderos la interfaz, luego asociaremos las 
interfaces que participan en el grupo port-channel 1y 2 
 
DLS1#enable                                                                                   modo privelegiado 
DLS1#configure terminal                                                   modo Configuracion global 
DLS1 (config) #interface range fa0/7-8                 configuramos el rango de interfaces 
DLS1 (config-if-range) #switchport trunk encapsulation dot1q  configuramos el canal 
de los puertos del switch 
DLS1 (config-if-range) #switchport mode trunk   configuramos el Puerto del switch a 
un extremo de un enlace troncal 
DLS1 (config-if-range) #channel-group 1 mode active    activamos el grupo 1 de 
canalización de puertos 
DLS1 (config-if-range) #no shutdown                                                          no apagar 
 
ALS1#enable                                                                                  modo privelegiado 
ALS1#configure terminal                                                     modo Configuracion global 
ALS1 (config) #interface range fa0/7-8              configuramos el rango de interfaces 
ALS1 (config-if-range) #switchport trunk encapsulation dot1q  configuramos el canal 
de los puertos del switch 
 
ALS1 (config-if-range) #switchport mode trunk        configuramos el Puerto del switch 
a un extremo de un enlace troncal      
ALS1 (config-if-range) #channel-group 1 mode active        activamos el grupo 1 de 
canalización de puertos 
ALS1 (config-if-range) #no shutdown                                                         no apagar 
 
 
DLS2#enable                                                                                 modo privelegiado 
DLS2#configure terminal                                                  modo Configuracion global 
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DLS2 (config) #interface range fa0/7-8                 configuramos el rango de interfaces 
DLS2 (config-if-range) #switchport trunk encapsulation dot1q   configuramos el canal 
de los puertos del switch 
DLS2 (config-if-range) #switchport mode trunk    configuramos el Puerto del switch 
a un extremo de un enlace troncal             
DLS2 (config-if-range) #channel-group 2 mode active   activamos el grupo 2 de 
canalización de puertos 
DLS2 (config-if-range) #no shutdown                                                          no apagar 
 
 
Configuracion de Portchannel 
ALS2 (config) #interface range fa0/7-8              configuramos el rango de interfaces            
ALS2 (config-if-range) #switchport trunk encapsulation dot1q  configuramos el canal 
de los puertos del switch 
ALS2 (config-if-range) #switchport mode trunk     configuramos el Puerto del switch 
a un extremo de un enlace troncal             
ALS2 (config-if-range) #channel-group 2 mode active  activamos el grupo 2 de 
canalización de puertos 
ALS2 (config-if-range) #no shutdown                                                             no apagar 
 
 
2.1.5. Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
Ingresamos al modo configuración global y creamos el port-channel 3 L2 entre DSL1 
y ALS2 luego creamos el port-channel 4 entre DSL2 y ALS21 encenderemos la 
interfaz y asociamos las interfaces que participan en el grupo port-channel 3 y 4 
 
DLS1#enable                                                                                 modo privelegiado 
DLS1#configure terminal                                                    modo Configuracion global 
DLS1 (config) #interface range fa0/9-10            configuramos el rango de interfaces            
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DLS1 (config-if-range) # switchport trunk encapsulation dot1q  configuramos el canal 
de los puertos del switch 
DLS1 (config-if-range) # switchport mode trunk      configuramos el Puerto del switch 
a un extremo de un enlace troncal             
DLS1 (config-if-range) #channel-group 4 mode desirable  establecemos el grupo 4 
de canales como deseable 
Creating a port-channel interface Port-channel 4 
DLS1 (config-if-range) #no shutdown                                                        no apagar 
 
ALS2#enable                                                                                  modo privelegiado        
ALS2#configure terminal                                                    modo Configuracion global 
ALS2 (config) #interface range fa0/9-10               configuramos el rango de interfaces              
ALS2 (config-if-range) # switchport trunk encapsulation dot1q  configuramos el canal 
de los puertos del switch 
ALS2 (config-if-range) # switchport mode trunk    configuramos el Puerto del switch 
a un extremo de un enlace troncal             
ALS2 (config-if-range) #channel-group 4 mode desirable   establecemos el grupo 4 
de canales como deseable 
Creating a port-channel interface Port-channel 4 
ALS2 (config-if-range) #no shutdown                                                          no apagar 
 
 
DLS2#enable                                                                                   modo privelegiado        
DLS2#configure terminal                                                    modo Configuracion global 
DLS2 (config) #interface range fa0/9-10             configuramos el rango de interfaces              
DLS2 (config-if-range) # switchport trunk encapsulation dot1q    configuramos el 
canal de los puertos del switch 
DLS2 (config-if-range) # switchport mode trunk    configuramos el Puerto del switch 
a un extremo de un enlace troncal             
38 
 
DLS2 (config-if-range) #channel-group 3 mode desirable   establecemos el grupo 3 
de canales como deseable 
Creating a port-channel interface Port-channel 3 
DLS2 (config-if-range) #no shutdown                                                            no apagar 
 
 
ALS1#enable                                                                                    modo privelegiado        
ALS1#configure terminal                                                   modo Configuracion global 
ALS1 (config) #interface range fa0/9-10             configuramos el rango de interfaces              
ALS1 (config-if-range) #switchport trunk encapsulation dot1q   configuramos el canal 
de los puertos del switch 
ALS1 (config-if-range) #switchport mode trunk    configuramos el Puerto del switch 
a un extremo de un enlace troncal             
ALS1 (config-if-range) #channel-group 3 mode desirable  establecemos el grupo 3 
de canales como deseable 
Creating a port-channel interface Port-channel 3 





2.1.6.  Todos los puertos troncales serán asignados a la VLAN 800 como la 
VLAN 
Luego usamos el siguiente comando para asignar la vlan 800 como vlan nativa para 
todos los puertos troncales en todos los switches, en nuestro caso son las interfaces 
que pertenecen a los Portchannel 1, 2,3 y 4 
 
DLS1#show interfaces trunk 
DLS1#configure terminal                                                  modo Configuracion global 
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DLS1 (config) #interface Po1                                   configuramos el Puerto troncal 1 
DLS1 (config-if) #switchport trunk native vlan 800  configuramos la ID de la vlan 
nativa 800  como puerto troncal 
DLS1 (config-if) #exit                                                    salimos del modo Configuracion 
DLS1 (config) #interface Po4                                   configuramos el Puerto troncal 1   
DLS1 (config-if) #switchport trunk native vlan 800    configuramos la ID de la vlan 
nativa  800 como puerto troncal 
DLS1 (config-if) #exit                                                salimos del modo Configuracion 
 
 
DLS2#enable                                                                                 modo privelegiado 
DLS2#configure terminal                                                  modo Configuracion global 
DLS2 (config) #interface Po2                                   configuramos el Puerto troncal 2 
DLS2 (config-if) #switchport trunk native vlan 800   configuramos la ID de la vlan 
nativa 800  como puerto troncal 
DLS2 (config-if) #exit                                                salimos del modo Configuracion 
DLS2 (config-if) #interface Po3                                configuramos el Puerto troncal 2 
DLS2 (config-if) #switchport trunk native vlan 800  configuramos la ID de la vlan 
nativa 800  como puerto troncal 
DLS2 (config-if) #exit                                                 salimos del modo Configuracion   
 
 
ALS1#enable                                                                                 modo privelegiado 
ALS1#configure terminal                                                  modo Configuracion global 
ALS1 (config-if) #interface Po1                                configuramos el Puerto troncal 1 
ALS1 (config-if) #switchport trunk native vlan 800   configuramos la ID de la vlan 
nativa 800  como puerto troncal 
ALS1 (config-if) #exit                                                salimos del modo Configuracion   
ALS1 (config) #interface Po3                                   configuramos el Puerto troncal 3 
40 
 
ALS1 (config-if) #switchport trunk native vlan 800     configuramos la ID de la vlan 
nativa 800  como puerto troncal   
 
ALS2#enable                                                                                 modo privelegiado 
ALS2#configure terminal                                                 modo Configuracion global 
ALS2 (config) #interface Po2                                   configuramos el Puerto troncal 2 
ALS2 (config-if) #switchport trunk native vlan 800   configuramos la ID de la vlan 
nativa 800  como puerto troncal 
ALS2 (config-if) #interface Po4                                configuramos el Puerto troncal 4              
ALS2 (config-if) #switchport trunk native vlan 800  configuramos la ID de la vlan 
nativa 800  como puerto troncal 
 
2.1.7. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 2 
 
Utilizar el nombre de dominio UNAD con la contraseña cisco123 
 
DLS1 (config) #vtp domain UNAD                 configuramos el dominio unad  en vtp 
protocolo de mensajes 2 
Domain name already set to UNAD. 
DLS1 (config) #vtp pass cisco123                                    configuramos la contraseña  
Setting device VLAN database password to cisco123 
DLS1 (config) #vtp versión 2                                             configuramos vtp versión 2 
 
ALS1 (config) #vtp domain UNAD                           configuramos el dominio unad  
en vtp protocolo de mensajes 2 
Domain name already set to UNAD. 
ALS1 (config) #vtp pass cisco123                                    configuramos la contraseña 
Setting device VLAN database password to cisco123 





ALS2 (config) #vtp domain UNAD                     configuramos el dominio unad  en vtp 
protocolo de mensajes 2 
Changing VTP domain name from NULL to UNAD 
ALS2 (config) #vtp pass cisco123                                     configuramos la contraseña 
Setting device VLAN database password to cisco123 




2.1.8.  Configurar DLS1 como servidor principal para las VLAN. 
DLS1 (config) #vtp mode server           configuramos  DLS1 como servidor principal 
para protocolo de mensajes 2 vlans 
Device mode already VTP SERVER. 
 
 
2.1.9. Configurar ALS1 y ALS2 como clientes VTP. 
ALS1 (config) #vtp mode client      configuramos ALS1 modo clientes para protocolo 
de mensajes 2 vlans 
Setting device to VTP CLIENT mode. 
 
ALS2 (config) #vtp mode client       configuramos ALS1 modo clientes para protocolo 
de mensajes 2 vlans 
Setting device to VTP CLIENT mode. 
 




Tabla 1 direcciones vlans 
Numero de vlan Nombre de vlan Numero de vlan Nombre de vlan 
800 nativa 434 estacionamiento 
12 ejecutivos 123 mantenimiento 
234 huéspedes 101 voz 
111 videonet 345 administración 
 
 
Figura 16 comando VTP status ALS 2  
 
2.1.11. En DLS1, suspender la VLAN 434. 
DLS1 (config) #vlan 434                                                       configuramos la vlan 434 
DLS1 (config-vlan) # state suspend                                     suspendemos la vlan 434 
 




Para la versión de Switch que nos proporciona Packet Tracer 7.1.1 no se puede 
ejecutar este comando, por lo cual no podemos suspender la vlan. 
2.1.12. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 
2, y configurar en DLS2 las mismas VLAN que en DLS1. 
 
En modo de configuración global publicamos el comando vtp mode transparent y 
seleccionamos la versión 2 
DSL2#configure terminal                                                modo Configuracion global 
Enter configuration commands, one per line.  End with CNTL/Z. 
DSL2 (config) #vlan 800                                                       configuramos la vlan 800 
DSL2 (config-vlan) #name NATIVA                                          asignamos el nombre  
DSL2 (config-vlan) #vlan 12                                                   configuramos la vlan 12 
DSL2 (config-vlan) #name EJECUTIVOS                                asignamos el nombre  
DSL2 (config-vlan) #vlan 234                                              configuramos la vlan 234 
DSL2 (config-vlan) #name HUESPEDES                                 asignamos el nombre  
DSL2 (config-vlan) #vlan 111                                                configuramos la vlan 111 
DSL2 (config-vlan) #name VIDEONET                                     asignamos el nombre 
DSL2 (config-vlan) #vlan 434                                              configuramos la vlan 434 
DSL2 (config-vlan) #name ESTACIONAMIENTO                         asignamos el nombre 
DSL2 (config-vlan) #vlan 123                                              configuramos la vlan 123 
DSL2 (config-vlan) #name MANTENIMIENTO                         asignamos el nombre  
DSL2 (config-vlan) #vlan 101                                              configuramos la vlan 101 
DSL2 (config-vlan) #name VOZ                                               asignamos el nombre 
DSL2 (config-vlan) #vlan 345                                                configuramos la vlan 345 
DSL2 (config-vlan) #name ADMINISTRACION                         asignamos el nombre 
DSL2 (config-vlan) #EXIT                                           salimos del modo Configuracion 




Figura 18 Configuracion VLAN en DSL2   
 
DLS2 (config) #vtp mod Trans                  configuramos DLS2 en modo transparente 
Setting device to VTP TRANSPARENT mode. 
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Figura 19 habilitación VTP mode transparent 
 
2.1.13. Suspender VLAN 434 en DLS2. 
 
Para la versión de Switch que nos proporciona Packet Tracer 7.1.1, no se puede 
ejecutar este comando, por lo cual no podemos suspender la vlan. 
2.1.14. En DLS2, crear VLAN 567 con el nombre de CONTABILIDAD. La VLAN 
de CONTABILIDAD no podrá estar disponible en cualquier otro Switch de la 
red. 
 
Creamos la vlan 567 para el departamento de contabilidad en el modo de 
configuración global. La vlan de contabilidad no podrá estar disponible en otro switch 
de la red. 
DLS2#configure terminal                                                            Configuracion global  
DLS2 (config) #vlan 567                                                        configuramos la vlan 567 




Figura 20 Configuracion vlan 567 en DSL2  
 
Luego en los 2 Portchannel troncales negamos el paso de la vlan 567. 
DLS2#enable                                                                                  modo privilegiado 
DLS2#configure terminal                                                              Configuracion global 
DLS2 (config) #interface port-channel 2           configuramos los puertos troncales 2 
DLS2 (config-if) #switchport trunk allowed vlan except 567  negamos el paso de la 
vlan 567 a los puertos troncales 2 
DLS2 (config) #interface port-channel 3      configuramos los puertos troncales 3 
DLS2 (config-if) #switchport trunk allowed vlan except 567  negamos el paso de la 
vlan 567 a los puertos troncales 3 
 
 






2.1.15. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 
800, 1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
Esta configuración la realizamos en Configuracion global con los siguientes 
comandos 
DLS1#enable                                                                                 modo privilegiado 
DLS1#configure terminal                                                     modo Configuracion global 
DLS1 (config) #spanning-tree vlan 1, 12,434,800,1010,1111,3456 root primary 
Configuramos en DLS1 el protocolo de árbol de expansión con las vlans como raíz 
primaria 
DLS1 (config) #spanning-tree vlan 123,234 root secondary 




Figura 22 Configuracion Spanning tree  
 
2.1.16. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y 





DLS2#enable                                                                                modo privilegiado 
DLS2#configure terminal                                                 modo Configuracion global 
DLS2 (config) #spanning-tree vlan 123,234 root primary 
Configuramos en DLS2 el protocolo de árbol de expansión con las vlans como raíz 
primaria 
DLS2 (config) #spanning-tree vlan 1, 12, 434, 800, 1010, 1111,345 root secondary 




Figura 23 Configuracion Spanning-tree  
 
2.1.17. Configurar todos los puertos como troncales de tal forma que 
solamente las VLAN que se han creado se les permitirá circular a través de 
éstos puertos. 
Se configuran los puertos L2 mode trunk en el modo de configuración global. 
 
DSL1# configure terminal                                                 modo Configuracion global 
DLS1 (config) #int range f0/7                                  configuramos el rango de interfaces 
DLS1 (config-if-range) #switchport mode trunk      configuramos el Puerto del switch 
a un extremo de un enlace troncal             





Figura 24  Configuracion puertos troncales 
 
2.1.18. Configurar las siguientes interfaces como puertos de acceso, 
asignados a las VLAN de la siguiente manera. 
 
Tabla 2 puertos de acceso 
Interfaz DSL1 DSL2 ALS1 ALS2 
Interfaz fa0/6 3456 12, 1010 123, 1010 234 
Interfaz fa0/15 1111 1111  1111 
Interfaces f0/16-18  567   
 
Se debe ingresar al modo de configuración global de cada switch y configurar en 
mod acceso las interfaces indicadas en la tabla anterior con los siguientes 
comandos 
DSL1 #configure terminal                                                modo Configuracion global 
DSL1 (config) # interface f0/6                               configuramos el rango de interfaces 
DLS1 (config-if) #switchport mode Access     configuramos el modo puerto de acceso 
DLS1 (config-if) #switchport mode Access vlan 3456 configuramos el modo puerto 
de acceso a la vlan 3456 




DSL1 (config) # interface f0/15                                           configuramos las interfaz 
DLS1 (config-if) #switchport mode Access     configuramos el modo puerto de acceso 
DLS1 (config-if) #switchport mode Access vlan 1111  configuramos el modo puerto 
de acceso a la vlan 1111 
DLS1 (config-if) #no shutdown                                                                   no apagar 
 
DSL2 #configure terminal                                                  modo Configuracion global 
DSL2 (config) # interface f0/6                                            configuramos las interfaz 
DLS2 (config-if) #switchport mode Access     configuramos el modo puerto de acceso  
DLS2 (config-if) #switchport mode Access vlan 12  configuramos el modo puerto de 
acceso a la vlan 12 
DLS2 (config-if) #switchport mode Access     configuramos el modo puerto de acceso 
DLS2 (config-if) #switchport mode Access vlan 1010   configuramos el modo puerto 
de acceso a la vlan 1010 
DLS2 (config-if) #no shutdown                                                                   no apagar 
 
DSL2 #configure terminal                                                modo Configuracion global 
DSL2 (config) # interface f0/16                                           configuramos las interfaz 
DLS2 (config-if) #switchport mode Access     configuramos el modo puerto de acceso 
DLS2 (config-if) #switchport mode Access vlan 567  configuramos el modo puerto 
de acceso a la vlan 567 
DLS2 (config-if) #no shutdown                                                                 no apagar 
 
DSL2 (config) # interface f0/16                                          configuramos las interfaz 
DLS2 (config-if) #switchport mode Access       configuramos el modo puerto de 
acceso  
DLS2 (config-if) #switchport mode Access vlan 1111  configuramos el modo puerto 
de acceso a la vlan 1111 





ALS1 #configure terminal                                               modo Configuracion global 
ALS1 (config) # interface range f0/6                       configuramos el rango de interfaz 
ALS1 (config-if) #switchport mode Access       configuramos el modo puerto de 
acceso  
ALS1 (config-if) #switchport mode Access vlan 123   configuramos el modo puerto 
de acceso a la vlan 123 
ALS1 (config-if) #switchport mode Access       configuramos el modo puerto de 
acceso  
ALS1 (config-if) #switchport mode Access vlan 1010     configuramos el modo puerto 
de acceso a la vlan 1010 
ALS1 (config-if) #no shutdown                                                                   no apagar 
 
ALS2 #configure terminal                                                modo Configuracion global   
ALS2 (config) # interface range f0/6                      configuramos el rango de interfaz 
ALS2 (config-if) #switchport mode Access       configuramos el modo puerto de 
acceso  
ALS2 (config-if) #switchport mode Access vlan 234  configuramos el modo puerto 
de acceso a la vlan 234 
ALS2 (config-if) #no shutdown                                                                  no apagar 
 
ALS2 #configure terminal                                                modo Configuracion global   
ALS2 (config) # interface range f0/15                    configuramos el rango de interfaz 
ALS2 (config-if) #switchport mode Access       configuramos el modo puerto de 
acceso  
ALS2 (config-if) #switchport mode Access vlan 1111    configuramos el modo puerto 
de acceso a la vlan 1111 








Figura 25  Configuracion interfaces  
2.2. Parte 2: 
 
Conectividad de red de prueba y las opciones configuradas. 
2.2.1. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
 
 
Figura 26 verificación vlan 1 
Utilizamos el comando show vlan para verificar le tipo de asignación y pertenencia 





Figura 27 verificación de vlan DSL1 
Utilizamos el comando show vlan para verificar le tipo de asignación y pertenencia 
de vlan para todos los puertos de los switch. 
 
 
Figura 28  verificación de vlan 
Utilizamos el comando show vlan para verificar le tipo de asignación y pertenencia 





Figura 29  verificación de vlan DSL2 
Utilizamos el comando show vlan para verificar le tipo de asignación y pertenencia 
de vlan para todos los puertos de los switch. 
 
 
Figura 30 Verificación de vlan 
Utilizamos el comando show vlan para verificar le tipo de asignación y pertenencia 





Figura 31 Verificación de vlan ALS1 
Utilizamos el comando show vlan para verificar le tipo de asignación y pertenencia 
de vlan para todos los puertos de los switch. 
 
 
Figura 32 Verificación de vlan 
Utilizamos el comando show vlan para verificar le tipo de asignación y pertenencia 





Figura 33 Verificación de vlan ALS2  
Utilizamos el comando show vlan para verificar le tipo de asignación y pertenencia 
de vlan para todos los puertos de los switch. 
 




Figura 34 Verificación de interfaces DSL 1 
Utilizamos el comando show interface trunk para verificar port-channel entre DSL1 






Figura 35 Verificación de interfaces DSL 2 
Utilizamos el comando show interface trunk para verificar port-channel entre DSL1 
y DSL2 está configurado de manera correcta. 
 
 
Figura 36 Verificación de interfaces ALS 1 
Utilizamos el comando show interface trunk para verificar port-channel entre DSL1 









Figura 37 Spanning-tree entre DSL1 a DSL2 
Utilizamos el comando show Spanning-tree para verificar la configuración STP entre 
DSL1 y DSL2 incluyendo sus prioridades de puerto. 
 
 
Figura 38 Spanning-tree entre DSL2 a DSL 1 
Utilizamos el comando show Spanning-tree para verificar la configuración STP entre 








Por medio de la redistribucion de protocolos es posible conectar redes que 
tengan configurado distinto protocolo, debido a que este Proceso importa y 
exporta las rutas de distintas redes. 
 
EIGRP es un protocolo de transporte de datos bastante confiable, con capacidad 
de establecer adyacencias, utiliza métrica compuesta y utiliza el algoritmo de 
actualización por difusión (DUAL). 
 
El área a través de la cual configura el enlace virtual OSPF, se denomina área 
de tránsito, debe tener información completa de enrutamiento y no puede ser un 
área Stubby 
 
En NAT existen tipos de funcionamiento, tales como estática, dinámica, 
sobrecarga y solapamiento. NAT habilita las redes de IP privado que utilizan los 
IP Address no registrados para conectar con el internet. 
 
SNMP es un protocolo estándar de internet para administrar dispositivos de 
redes IP, dicho protocolo está compuesto por un administrador SNMP, agente 
SNMP y los dispositivos administrados, en su tercera versión SNMP agrega 
mejoras en la seguridad y la confirmación remota, como por ejemplo el protocolo 
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ANEXOS 
 
https://drive.google.com/drive/folders/1LrqBte3IV1UNXwhADKKXhtDqMKhW8jCW
?usp=sharing 
 
 
 
