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INTRODUZIONE 
È improbabile che Bitcoin sostituisca presto (o mai) dollaro, sterlina, euro, yen. 
Tuttavia, se ne parla ancora molto perché la cosa più interessante di Bitcoin in 
realtà ha ben poco a che fare con il denaro e molto a che fare con la sua 
tecnologia di base, la blockchain, che potrebbe sfidare le nostre ipotesi su ciò che 
rende il commercio sicuro e affidabile. 
In un post del 2015, l’economista premio Nobel Paul Krugman riteneva che 
“effettivamente [la blockchain] può risolvere un problema di informazione 
interessante, anche se non è affatto chiaro se risolvere quel problema abbia un 
valore economico.” 
La tecnologia Blockchain è pronta a trasformare il settore finanziario, 
aumentandone l’efficienza, la trasparenza e la sicurezza e riducendo i costi. 
Blockchain, la tecnologia alla base del criptovaluta Bitcoin, è uno dei temi più 
caldi nel settore finanziario. Decine di grandi istituzioni finanziarie, comprese le 
iniziative di molte delle principali banche del mondo, si sono già attivate per 
esplorare il potenziale della blockchain.  
Applicata nel contesto dei Bitcoin, la blockchain è un registro decentralizzato che 
contiene i dettagli di ogni transazione Bitcoin che sia mai stata completata. 
Grazie ad una serie di protocolli1 innovativi, la contabilità ha dimostrato di essere 
particolarmente accurata e sicura. 
L’interesse per la tecnologia è esploso quando è apparso chiaro che la blockchain 
poteva essere utilizzata per documentare il trasferimento di qualsiasi asset 
digitale, registrare la proprietà sia fisiche che intellettuali, e creare una nuova 
tipologia di contratti più efficiente e sicura, ovvero gli smart contracts. 
Riordinando e automatizzando complessi processi che ad oggi sono svolti da 
operatori umani, la tecnologia può consentire alle organizzazioni di operare in 
maniera più rapida e con costi ridotti. 
Le istituzioni finanziarie stanno esplorando diverse opportunità per l’utilizzo 
della blockchain; evidenziando il potenziale che potrebbe avere per le banche, 
                                                          
1 Insieme di regole che governano ogni attività di scambio di dati fra due entità. Si hanno protocolli per il 
trasferimento dei file, per l'accesso alla rete ad ogni livello. 
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Santander ha pubblicato un rapporto nel 2015 nel quale stima che la blockchain 
“Potrebbe ridurre i costi di infrastruttura delle banche attribuibili ai pagamenti 
transfrontalieri, alla negoziazione titoli ed alla conformità delle operazioni alle 
normative di circa 15-20 miliardi di Euro l’anno a partire dal 2022. “E c’è 
ragione di credere che la cifra reale potrebbe essere più alta” ha aggiunto nella 
relazione. 
 
Blockchain è una tecnologia che è stata inizialmente sviluppata per la 
criptovaluta Bitcoin da Satoshi Nakamoto. Si tratta di un registro distribuito, un 
database, che è gestito da una rete peer-to-peer2 di partecipanti. Utilizzando 
computer che eseguono algoritmi sofisticati, alcuni utenti, i cosiddetti “miners”, 
creano dei blocchi all’interno dei quali vengono inserite le transazioni giudicate 
valide dai nodi della rete, assicurando quindi un elevato grado di precisione e 
sicurezza. Quindi, grazie alla combinazione di un’architettura distribuita e di una 
potente crittografia, la blockchain coordina un accordo tra tutte le parti in una 
transazione e lo fa in un modo che è molto resistente alle interferenze. Il processo 
è semplice: gli accessi, in un registro digitale, vengono creati e protetti tramite la 
crittografia, che si fa sempre più sicura quanto maggiore è il numero di persone 
che partecipa. Nel caso di Bitcoin, gli individui sono pagati per il loro lavoro di 
verifica delle transazioni da inserire nella blockchain. Con decine di migliaia di 
individui che verificano ogni transazione, una collusione per sovvertire le cose 
diventa così difficile e costosa. Così, i riconoscimenti per il comportamento 
onesto sono integrati nel sistema, mentre il comportamento disonesto non viene 
premiato. La blockchain è quindi formata da tutti i blocchi completati. 
Ogni operazione è permanentemente registrata sulla blockchain, creando un 
registro sempre crescente di attività. Il continuo monitoraggio da parte di tutti i 
computer della rete, garantisce la precisione e la sicurezza della blockchain. 
 
                                                          
2 Peer-to-peer (P2P) o rete paritaria o paritetica, in informatica, è un'espressione che indica un modello di 
architettura logica di rete informatica in cui i nodi non sono gerarchizzati unicamente sotto forma di client 
o server fissi (clienti e serventi), ma sotto forma di nodi equivalenti o paritari (in inglese peer) che 
possono cioè fungere sia da cliente che da servente verso gli altri nodi terminali (host) della rete. 
Mediante questa configurazione qualsiasi nodo è in grado di avviare o completare una transazione. 
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La tecnologia blockchain è rivoluzionaria perché disperde il controllo, fornendo 
una totale trasparenza ed ovviando alla necessità di intermediari o di autorità 
centrali che attualmente conducono, autorizzano e verificano le transazioni. 
In sostanza, il blockchain è la soluzione a lungo ricercata del rompicapo logico 
noto come “il problema dei generali bizantini”. Un generale dell’esercito 
bizantino invia ordini attraverso messaggeri ad altri generali sul fatto di attaccare 
il nemico. Tuttavia, ogni generale sa che uno o più di essi è un traditore. Come 
può un generale essere sicuro che, dopo aver ricevuto l’ordine di attacco, che lo 
stesso ordine è stato inviato agli altri e che egli non è l’unico ad aver ricevuto 
l’ordine di attaccare? O che gli altri generali sapranno fedelmente dare l’ordine 
giusto alle proprie truppe, senza cercare di minare il piano? Fino ad ora, non c’è 
stata alcuna soluzione che non richiedesse l’introduzione di una terza parte 
fidata, che facesse da garante, per la soddisfazione di tutti circa l’autenticità 
dell’ordine. 
Allo stesso modo, questo è il motivo per cui istituti come le banche devono 
esistere nell’economia odierna. Le banche forniscono gli elevati livelli di fiducia 
necessari per verificare le transazioni finanziarie. Esse garantiscono che le parti 
abbiano legittimamente i soldi che sostengono di possedere, che vi diano seguito 
attraverso impegni a trasferire la proprietà, e che tali operazioni non possano 
essere sovvertite. 
L’uso della blockchain non è limitato ai Bitcoin o alle altre criptovalute: la 
blockchain ha il potenziale per trasformare il modus operandi di un’ampia varietà 
di contesti. La blockchain può essere utilizzata per registrare e tenere traccia dei 
dettagli di ogni transazione o la proprietà di qualsiasi attività, compresi i beni 
tangibili come quelli del settore immobiliare, e le attività immateriali come la 
proprietà intellettuale. Può anche essere utilizzata per automatizzare i contratti, 
tramite i cosiddetti smart contracts, semplificando notevolmente il processo di 
creazione e di esecuzione. Inoltre, è importante sottolineare che le aziende 
possono scegliere di sviluppare blockchain pubbliche o private, in base alle loro 
esigenze. 
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I nomi di spicco della finanza sostengono quindi che sia proprio la blockchain il 
valore economico di Bitcoin: essi sostengono che la tecnologia blockchain 
potrebbe benissimo trasformare il mondo nel prossimo decennio. Cosa più 
importante, affermano che chi non presta attenzione oggi rischia di essere preso 
alla sprovvista, allo stesso modo di chi non è riuscito a vedere il potenziale di 
Internet.  
In un mondo sempre più insicuro, con una molteplicità di cattivi attori desiderosi 
di interferire con le operazioni per il potere e il profitto, la tecnologia blockchain 
crea una struttura altamente resistente alle manomissioni, che può rendere ogni 
tipo di transazione sicura e verificabile. Nonostante le polemiche, il modello 
blockchain, attraverso il consenso digitale massicciamente distribuito, è una 
scoperta che potrebbe ridisegnare il commercio nell’intera economia digitale. 
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CAPITOLO 1 
 
I Bitcoin 
 
1.1 Criptovalute 
 
1.1.1 Cos’è una croptovaluta 
Una criptovaluta, detta anche crittovaluta o criptomoneta, è una valuta paritaria, 
decentralizzata digitale la cui implementazione si basa sui principi della 
crittografia per convalidare le transazioni e la generazione di moneta in sé. Esse 
sono una rappresentazione digitale di un valore non emesso da autorità centrali o 
pubbliche, infatti non c'è attualmente alcuna autorità centrale che le controlla. 
Esse non sono necessariamente collegate ad una moneta in corso legale, ma 
possono essere usate come mezzo di scambio, trasferite, immagazzinate o 
commercializzate elettronicamente.  
Le implementazioni di criptovalute spesso usano uno schema proof-of-work 
come salvaguardia alla contraffazione digitale; esso è una misura economica per 
scoraggiare attacchi denial of service3, letteralmente diniego di servizio, e altri 
abusi di servizio, come spam sulla rete. Un proof-of-work è una parte di dati che 
è difficile da produrre, in quanto richiede un costo elevato in termini di tempo, 
ma è molto facile per gli altri verificare che soddisfi certi requisiti. Produrre un 
proof-of work può essere un processo casuale con una bassa probabilità di 
riuscita, quindi, in media, sono richieste molte prove ed errori prima che sia 
generato un valido proof-of-work. I Bitocin usano Hashcash come sistema di 
proof-of-work. Una caratteristica chiave di questi schemi è la loro asimmetria: il 
lavoro deve essere moderatamente complesso ma fattibile dal lato richiedente, 
ma facile da controllare per il fornitore del servizio, o service provider.  
Le criptomonete utilizzano tecnologie di tipo peer-to-peer (p2p) o rete paritaria o 
                                                          
3 La locuzione denial of service (in italiano letteralmente negazione del servizio abbreviato in DoS) nel 
campo della sicurezza informatica indica un malfunzionamento dovuto ad un attacco informatico in cui si 
esauriscono deliberatamente le risorse di un sistema informatico che fornisce un servizio ai client, ad 
esempio un sito web su un web server, fino a renderlo non più in grado di erogare il servizio ai client 
richiedenti. 
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paritetica che in informatica, è un'espressione che indica un'architettura logica di 
rete informatica in cui i nodi4 non sono gerarchizzati unicamente sotto forma di 
client5 o server6 fissi (clienti e serventi), ma sotto forma di nodi equivalenti o 
paritari, in inglese peer, che possono cioè fungere sia da cliente che da servente 
verso gli altri nodi terminali, ovvero gli host7 della rete. Essa dunque è un caso 
particolare dell'architettura logica di rete client-server8. Mediante questa 
configurazione qualsiasi nodo è in grado di avviare o completare una transazione. 
I nodi equivalenti possono differire nella configurazione locale, nella velocità di 
elaborazione, nella ampiezza di banda e nella quantità di dati memorizzati. 
L'esempio classico di P2P è la rete per la condivisione di file, il cosiddetto file 
sharing. Nel caso delle criptomonete, i nodi sono computer di utenti disseminati 
in tutto il globo; su questi computer vengono eseguiti appositi programmi che 
svolgono funzioni di portamonete.  
Le transazioni e il rilascio delle criptomonete avvengono collettivamente in rete, 
pertanto non c'è una gestione di tipo “centralizzato”. Queste proprietà uniche nel 
loro genere, non possono essere esplicate dai sistemi di pagamento tradizionale.  
La maggior parte delle criptovalute sono progettate per introdurre gradualmente 
nuove unità di valuta, ponendo un tetto massimo alla quantità di moneta che è in 
circolazione; ciò viene fatto sia per imitare la scarsità ed il valore dei metalli 
preziosi, sia per evitare l'iperinflazione. Comparate con le valute ordinarie gestite 
dagli istituti finanziari o tenute come contante, le criptovalute sono meno 
                                                          
4 In informatica e telecomunicazioni un nodo è un qualsiasi dispositivo hardware del sistema in grado di 
comunicare con gli altri dispositivi che fanno parte della rete; può quindi essere un computer, una 
stampante, un fax, un modem ecc. 
5 Un client (in lingua italiana detto anche cliente), in informatica, indica una componente che accede ai 
servizi o alle risorse di un'altra componente detta server. Esso fa parte dunque dell'architettura logica di 
rete detta client-server. 
6 Un server (dall'inglese (to) serve «servire», dunque letteralmente «serviente, servitore») in informatica 
telecomunicazioni è un componente o sottosistema informatico di elaborazione e gestione del traffico di 
informazioni che fornisce, a livello logico e fisico, un qualunque tipo di servizio ad altre componenti 
(tipicamente chiamate clients, cioè clienti) che ne fanno richiesta attraverso una rete di computer. 
7 Un nodo ospite (in inglese host o end system) indica ogni terminale collegato, attraverso link di 
comunicazione, ad una rete informatica (es. Internet). 
8 In informatica il termine sistema client-server (letteralmente cliente-serviente) indica un'architettura di 
rete nella quale genericamente un computer client o terminale si connette ad un server per la fruizione di 
un certo servizio, quale ad esempio la condivisione di una certa risorsa hardware/software con altri client. 
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suscettibili a confische da parte delle forze dell'ordine. Infine, le criptovalute 
esistenti sono tutte pseudonimi che consentirebbero l'anonimato. 
 
1.1.2 Quali sono le criptovalute?  
Sono state definite oltre 30 diverse specifiche e protocolli di criptovalute per lo 
più simili o derivate dalla prima criptovaluta mai implementata, il Bitcoin. Il 
software del Bitcoin è volutamente open-source: la competizione tra criptovalute 
è quindi voluta e incoraggiata dagli sviluppatori stessi. Le più importanti sono:  
 Il Litecoin è generalmente riconosciuto come la seconda più importante 
criptovaluta: all’oro del Bitcoin viene spesso contrapposto l’argento del 
Litecoin. Il Litecoin nasce intenzionalmente come una versione più 
“leggera” del Bitcoin. Il tetto di emissione è fissato a 84mln e il mining 
può essere effettuato con hardware relativamente economico, dato che la 
difficoltà dei blocchi è fissata ad un livello molto più basso del Bitcoin. 
Attualmente il costo di un Litecoin si aggira intorno a $10 (LTC/USD - 
Litecoin/US Dollar 1-year charts and orderbook from BTC-e, 
Cryptocoincharts), e la sua capitalizzazione di mercato supera i 270 
milioni di dollari (Litecoin Network Data, Coindesk);  
 Ripple è sia una piattaforma di scambio peer-to-peer che una valuta 
digitale. Il protocollo ripple permette lo scambio di valute senza 
l’intervento di una clearing house, e l’XPR è la moneta nativa di Ripple, 
creata per agevolare lo scambio tra valute quando uno scambio diretto non 
è possibile. L’XPR è programmato per non inflazionare mai, dato che la 
liquidità in XPR è finita - 10mld - e nessun nuovo XPR verrà mai emesso 
(Getting Started with Ripple; A New Currency for the Internet Age; XRP 
Distribution, Ripple.com);  
 Il Peercoin, a differenza del Bitcoin, non ha un tetto di emissione fisso e 
ha un target d’inflazione fissato all’1% annuale, inoltre, propone un 
protocollo di sicurezza alternativo al proof-of-work. Il sistema è ibrido e 
permette di convalidare le transazioni sia attraverso il protocollo proof-of-
work che attraverso un nuovo protocollo chiamato proof-of-stake. Questo 
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nuovo sistema fa sì che il fattore determinante nell’individuare se un 
blocco sia valido o meno non sia la potenza computazionale del nodo, ma 
semplicemente la quantità di Peercoin posseduta dall’utente. Questo non 
solo rende più sicuro il network, chiunque volesse attaccarlo, dovrebbe 
comprare il 51% dei Peercoin, ma rende anche il mining più efficiente dal 
punto di vista energetico (King & Scott, 2012). Attualmente, un Peercoin 
vale $1.7 e l’intero mercato è stimato a circa $35mln.  
 Il Dogecoin è una criptovaluta che basa il suo nome su un inside joke di 
internet. Il Dogecoin non ha un tetto di emissione ed il sistema è 
programmato per produrre 5 miliardi di coin all’anno. Da un punto di vista 
economico, il Dogecoin è una criptovaluta come tante altre, ma se 
guardiamo al Dogecoin come un fenomeno culturale, esso ha mostrato 
come, in un mercato come quello delle criptovalute, del marketing 
intelligente e una community attiva possano fare la differenza. A riprova 
di ciò, basti dire che alcuni user, finanziandosi tramite una campagna di 
crowdfunding, sono anche riusciti a sponsorizzare con il logo del 
Dogecoin una macchina da corsa NASCAR.  
Ci sono poi altre criptovalute come il Namecoin, che unisce alle caratteristiche di 
una criptovaluta classica la possibilità di cifrare dati all’interno di un coin 
(namecoin.info), il Darkcoin, che si propone di garantire livelli d’anonimato 
superiori a quelli del Bitcoin (What is Darkcoin?, Darkcoin) o il Mastercoin, che 
ha cercato di ancorare il suo valore di partenza a quello del BTC sostituendo il 
mining con l’acquisto diretto di 100 Mastercoin in cambio di 1 Bitcoin (FAQ, 
Mastercoin). Le criptovalute alternative al Bitcoin più di un centinaio e ognuna di 
loro presenta caratteristiche diverse: quello che a noi interessa è come queste 
valute digitali, che all’apparenza non sembrano altro che cloni del Bitcoin, 
cercano di differenziarsi l’una dall’altra offrendo ognuna soluzioni diverse a 
problemi diversi. Se il Bitcoin, prima o poi, dovesse diventare obsoleto, ci 
saranno centinaia di altri candidati pronti a prendere il suo posto. 
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1.1.3 Modelli di moneta virtuale  
Per classificare le valute virtuali, si può richiamare la relazione del 2012 della 
BCE dal titolo “Modelli di moneta virtuale”, nella quale si parla di valute digitale 
in termini di modelli o di schemi. Un modello di moneta virtuale implica l’analisi 
di come una particolare moneta virtuale interagisca all’interno della comunità cui 
appartiene e nel mondo reale. In questo modo, esistono possono essere 
identificati 3 diversi tipi di valute virtuali: 
 Schemi di valuta virtuale chiusi: in questo tipo di schemi, il collegamento 
tra la moneta digitale e l’economia reale è in sostanza inesistente. Le 
valute dei giochi online di solito appartengono a questo schema: i 
giocatori pagano un canone di abbonamento quando richiesto, ed 
ottengono la moneta virtuale eseguendo missioni all’interno del gioco. La 
valuta guadagnata può essere utilizzata solo all’interno della comunità di 
gioco per acquistare oggetti virtuali. 
 Schemi di moneta virtuale con flusso unidirezionale: la moneta virtuale 
può essere comprata con denaro reale, ad un certo tasso di cambio, ma non 
può essere scambiata di nuovo in valuta reale. La moneta digitale permette 
al suo proprietario di comprare beni e servizi offerti da specifiche 
comunità che accettano moneta virtuale. In alcuni di questi schemi è anche 
possibile acquistare beni reali con la moneta virtuale. Un esempio di 
questo schema è quello dei Facebook Credits.  
 Schemi di moneta virtuale con flusso bidirezionale: la moneta virtuale può 
essere facilmente scambiata con quelle reali e viceversa. Per quanto 
riguarda l’utilizzo della moneta virtuale nel mondo reale è simile all’uso 
di qualsiasi altra valuta reale, permettendo l’acquisto di beni e servizi 
digitali e reali, bitcoin e le altre criptomonete appartengono a questo 
schema.  
I modelli di moneta virtuale non devono essere confusi con la moneta elettronica, 
un equivalente digitale di denaro contante, memorizzato su un dispositivo 
elettronico o in remoto su un server. Della differenza tra moneta digitale e 
moneta elettronica si tratterà nel paragrafo seguente. 
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1.1.4 Differenza tra moneta digitale ed elettronica  
L'Ufficio di informazione finanziaria per l'Italia (UIF) di Bankitalia, nel rapporto 
2013, informava che “Le operazioni in Bitcoin [... ] non consentono di 
identificare i soggetti intervenuti nelle transazioni, facilitando lo scambio di fondi 
in forma anonima e l'utilizzo [...] nel contesto dell'economia illegale”. 
Spesso vi è confusione tra criptomonete e moneta elettronica, o e-money, anche 
se questi 2 metodi di pagamento presentano diverse differenze sostanziali. 
Per quanto riguarda le monete elettroniche, attualmente ne esistono due 
principali: le card-based e le software-based. Lo sviluppo tecnologico e 
l’implementazione di nuovi strumenti informatici e di nuovi brevetti lascia 
pensare, in un futuro abbastanza prossimo, alla proliferazione di nuove forme di 
moneta elettronica.  
Nella moneta card-based, il valore monetario viene immagazzinato nel microchip 
che si trova sulla carta. Nella moneta software-based, le disponibilità liquide 
dell'acquirente sono memorizzate in locale su di un file fruibile online, che 
stabilisce un collegamento informatico con il computer dell'utilizzatore, sul quale 
è stato memorizzato tale file.  
L’uso generalizzato di strumenti di pagamento elettronico, anche per acquisti di 
minimo importo, già diffuso in altri Stati comunitari (e non), è un obiettivo che 
l’Italia deve raggiungere nell'immediato futuro. Infatti il passaggio dalle 
banconote di carta alla moneta elettronica è un progetto ampiamente condiviso, 
perché persegue finalità che soddisfano esigenze pubbliche e private. 
I sistemi di pagamento elettronici, seppur differenti tra loro, sono accomunati 
dall'uso di strumenti diversi dal contante. Per citare solo i più importanti e 
conosciuti, si va dal trasferimento elettronico di fondi tra banche, bonifici 
bancari, ai pagamenti tramite carte di credito e di debito fino ad arrivare ai 
pagamenti online. 
La riduzione del costo del contante, stimato da Banca d’Italia in 8 miliardi di 
Euro, la tracciabilità di tutte le transazioni, con evidenti riflessi positivi alla lotta 
contro il riciclaggio e l'evasione fiscale, la possibilità di creazione di nuove 
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imprese attorno a questo business con ripercussioni importanti sul lato 
occupazionale e lo stimolo alla diffusione della cultura digitale sono sicuramente 
gli elementi positivi dell'introduzione della moneta elettronica. 
Le principali tipologie di moneta elettronica, attualmente in circolazione, sono le 
carte di credito (circuito Mastercard, Visa e American Express e Diners), le carte 
di debito (esempio in Italia il circuito PagoBancomat), le carte prepagate e le 
carte a spendibilità limitata (di recente emissione). 
Infine, c’è la versione online della carta prepagata, cioè la moneta elettronica 
computer-based o network-based ovvero il ben noto sistema PayPal, nel quale 
l'utente si registra ed apre un conto precaricato, dal quale viene prelevato 
l'ammontare della transazione. 
Purtroppo esistono dei seri rischi, legati a queste monete elettroniche: il rischio di 
frodi, derivante dall’uso delle carte, ed il rischio di speculazioni monetarie, 
difficilmente controllabili, di creazione incontrollata di liquidità, soprattutto in 
riferimento alla creazione di monete virtuali, sono gli elementi apparentemente 
ostativi ad uno sviluppo maggiore, almeno in Italia, di questa tipologia di 
moneta. 
La criptomoneta, o moneta virtuale, o denaro digitale, è un tipo di moneta non 
regolamentato che viene rilasciato e di solito controllato dai suoi sviluppatori. 
Tale moneta viene, di solito, utilizzata e accettata tra i membri di una specifica 
comunità virtuale. 
Attualmente ci sono varie tipologie di moneta virtuale in circolazione sulla rete 
ma quelle che si vuole approfondire sono quelle con flusso bidirezionale poiché 
sono valute che sono più direttamente collegate con l'economia reale. 
Le valute virtuali con flusso bidirezionale possono essere acquistate e vendute in 
base al tasso di cambio prevalente e possono essere utilizzate per l’acquisto di 
beni e servizi reali e virtuali, la più nota delle quali è il Bitcoin.  
I Bitcoin sono definiti, dallo stesso sito (bitcoin.org) “la prima valuta digitale 
decentralizzata”. Il Bitcoin è stato lanciato nel 2009 come metodo di pagamento 
virtuale ed in virtù della sua natura ha attirato l'attenzione sia degli investitori 
convenzionali così come il cosiddetto mercato illegale parallelo. 
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Il Bitcoin è una cripto-valuta, ossia il suo funzionamento si basa su una 
complessa serie di calcoli che hanno a che fare con la crittografia, in modo da 
garantirne la sicurezza. Un Bitcoin, come suggerisce il nome, è costituito da bit, 
ovvero da numeri, operazioni matematiche. Quindi non è una valuta con un 
supporto fisico quale una banconota o una moneta. 
I Bitcoin sono la moneta digitale che viene scambiata sull’omonima piattaforma, 
definibile come un registro digitale di transazioni, che rende ogni spostamento di 
valuta pubblicamente visibile. Questa piattaforma, insieme alla crittografia della 
valuta, consente allo stesso tempo la garanzia e l’anonimato delle transazioni. Per 
effettuare queste operazioni correttamente e velocemente è necessaria un’elevata 
capacità di calcolo. Buona parte di questi calcoli è necessaria per verificare che le 
transazioni di denaro virtuale avvengano in modo lecito e sicuro. Questa verifica 
viene fatta da utenti specializzati nel cosiddetto “mining” denominati miner. 
I pagamenti in bitcoin non richiedono intermediari né spostamenti fisici di valuta, 
e possono essere effettuati in qualsiasi momento verso persone o istituzioni in 
ogni parte del mondo. Evidentemente la moneta digitale attrae tutti coloro che 
hanno desiderio di fare acquisti in maniera rapida e su tutta la rete globale senza 
dover dipendere dalle società che erogano tali tipi di servizi in maniera più 
limitata. Allo stesso modo possono interessare le imprese che hanno così la 
capacità di vendere i propri prodotti in ogni parte del mondo, sempre libere da 
vincoli con gli istituti di credito. 
Nonostante i rischi e l’uso improprio che potrebbe essere fatto dei Bitcoin, i 
sostenitori di questa moneta virtuale ritengono che l’architettura peer-to-peer e le 
basse barriere all'entrata porteranno alla creazione di una generazione di servizi 
finanziari innovativi tanto quanto l'architettura aperta di Internet ha portato alla 
nascita di nuovi servizi on line e di un vero e proprio mercato virtuale, che non 
ha sostituito bensì ha affiancato quello reale. 
I fautori di tale moneta sostengono che il Bitcoin fornisce un sistema di 
pagamento molto più economico e più veloce di quello che è attualmente 
disponibile, soprattutto per i trasferimenti internazionali. La vera e propria sfida 
sarà proprio quella dei Governi e dei politici internazionali che non devono fare 
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l'errore di confondere la moneta elettronica con quella virtuale e che dovranno 
cercare di regolamentare il più possibile senza reprimere l'utilizzo di questa 
valuta, in modo da controllarne i rischi intrinsechi. 
 
1.2 Il Bitcoin  
Bitcoin (simbolo: ฿; codice: BTC o XBT) è una moneta elettronica creata nel 
2009 da Satoshi Nakamoto, implementando un’idea dello stesso autore 
presentata su Internet a fine 2008. Convenzionalmente, il termine Bitcoin 
maiuscolo si riferisce alla tecnologia e alla rete mentre il minuscolo bitcoin si 
riferisce alla valuta in sé.  
A differenza della maggior parte delle valute tradizionali, Bitcoin non fa uso di 
un ente centrale: esso utilizza un database distribuito tra i nodi della rete che 
tengono traccia delle transazioni, e sfrutta la crittografia per gestire gli aspetti 
funzionali come la generazione di nuova moneta e l'attribuzione di proprietà dei 
bitcoin.  
La rete Bitcoin consente il possesso e il trasferimento anonimo delle monete; i 
dati necessari a utilizzare i propri bitcoin possono essere salvati su uno o più 
personal computer sotto forma di “portafoglio” digitale, o mantenuti presso terze 
parti che svolgono funzioni simili a una banca. In ogni caso, i bitcoin possono 
essere trasferiti attraverso Internet verso chiunque disponga di un “indirizzo 
bitcoin”. La struttura peer-to-peer della rete Bitcoin e la mancanza di un ente 
centrale rende impossibile a qualunque autorità, governativa o meno, il blocco 
della rete o la svalutazione dovuta all'immissione di nuova moneta. 
Bitcoin è una delle prime implementazioni delle criptovalute. 
 
1.2.1 Chi è Satoshi Nakamoto 
Satoshi Nakamoto (中本哲史 Nakamoto Satoshi) è lo pseudonimo dell'inventore 
della criptovaluta Bitcoin.  
Nel novembre del 2008 Satoshi Nakamoto pubblicò il protocollo Bitcoin su The 
Cryptography Mailing list sul sito metzdowd.com. Nel 2009 ha distribuito la 
prima versione del software client e successivamente ha contribuito sul progetto 
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in via anonima insieme ad altri sviluppatori, per ritirarsi dalla comunità di 
Bitcoin nel 2010. L’ultimo contatto da parte di Satoshi Nakamoto è stato nel 
2011, quando dichiarò di essere passato ad altri progetti e di aver lasciato il 
Bitcoin in buone mani con Gavin Andresen. 
Le teorie sulla vera identità di Satoshi Nakamoto sono numerose. Nessuno sa se è 
un “lui”, una “lei” oppure se si tratta di “loro”. In giapponese “satoshi” significa 
“un pensiero chiaro, veloce e saggio”. “Naka” può significare “medium, dentro o 
relazione”. “Moto” può significare “origine” o “fondamento”. Ma non è certo se 
questi significati siano utili per ricondursi alla persona o al gruppo di persone che 
ha inventato il sistema Bitcoin. 
Inizialmente si pensava che fosse Michael Clear, laureato in crittografia al 
Trinity College di Dublino ma questi ha negato di esserlo. Altri sospettavano di 
Vili Lehdonvirta, ex sviluppatore di giochi finlandese (ma anche sociologo ed 
economista), ma anch’egli ha smentito qualsiasi legame con Satoshi. 
Adam Penenberg, un professore della New York University, sostiene che dietro il 
personaggio misterioso ci sarebbero tre persone: Neal King, Vladimir Oksman e 
Charles Bry. La tesi di Penenberg si basa su una ricerca effettuata su Google di 
alcune frasi particolari del protocollo bitcoin che ti riconducono ad una richiesta 
di brevetto per l’aggiornamento e la distribuzione delle chiavi di crittografia. Il 
brevetto era stato richiesto proprio da King, Oksman e Bry, i quali hanno negato 
di avere a che fare con il bitcoin.  
Altri pensano che sia Martii Malmi, uno sviluppatore finlandese, il quale si 
occupò del Bitcoin sin dagli inizi realizzando anche l'interfaccia utente del 
sistema. Girano voci anche sul creatore di MtGox, Jed McCaleb, un americano 
amante della cultura giapponese e residente in Giappone. Altre teorie invece 
portano a Donal O'Mahony e a Michael Peirce, i quali scrissero un elaborato sui 
pagamenti digitali nelle piattaforme e-commerce. 
Nel Dicembre 2015, i siti di tecnologia statunitensi Wired e Gizmodo hanno 
pubblicato un articolo in cui sostengono che in realtà dietro lo pseudonimo ci 
sia Craig Steven Wright, un australiano che si occupa di sicurezza delle 
informazioni. Le due testate dicono di avere ricevuto e-mail e altri documenti con 
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diversi riferimenti a Bitcoin, tali da rendere Wright il più probabile ideatore della 
valuta.  
Gizmodo ha pubblicato parte della documentazione, dalla quale emerge un 
coinvolgimento diretto di Wright a partire dal 2008, anno in cui ipotizzava di 
creare qualcosa di simile a Bitcoin per scambiarsi denaro direttamente online. Ci 
sono riferimenti al cosiddetto “Tulip Trust”, un fondo che Nakamoto mise 
insieme agli inizi della valuta per conservare circa un milione di Bitcoin. Wright 
aveva anche scritto alcuni post su un blog tra il 2008 e il 2009 in cui faceva 
riferimento alla creazione della valuta e ad alcuni dettagli tecnici per la sua 
gestione. Non è però escluso che parti di quei post fossero state aggiunte in un 
secondo tempo, magari anni dopo, quando i Bitcoin erano ormai stati inventati ed 
era già iniziato il loro scambio online.  
Dalle e-mail e gli altri documenti sembra comunque che in passato Wright avesse 
cercato di nascondere il suo coinvolgimento, preferendo l’anonimato e 
cancellando tracce della sua attività online. Il problema di fondo, come 
ammettono sia Gizmodo sia Wired, è che non c’è modo per verificare che questa 
documentazione sia autentica.  
Per avere qualcosa di più concreto, Gizmodo si è messo in contatto con parenti e 
amici di Wright. La moglie ha confermato che tempo fa Wright aveva lavorato a 
un’idea per creare una valuta digitale, ma senza fare riferimento a Bitcoin. Il 
fratello di uno dei migliori amici di Wright ha invece detto che un tempo lo 
stesso Wright gli confidò di aver inventato il sistema Bitcoin. Anche in questo 
caso, però, Gizmodo non ha potuto verificare l’attendibilità delle testimonianze. 
Wright potrebbe essere stato semplicemente coinvolto nelle prime fasi di 
esistenza della valuta, senza essere il Nakamoto di cui si parla da anni.  
In seguito agli articoli di Wired e Gizmodo, l’8 dicembre la polizia australiana ha 
condotto una perquisizione nella casa di Craig Wright a Gordon, un’area urbana 
a poca distanza da Sydney. La polizia però ha poi diffuso un comunicato nel 
quale si dice che l’operazione “non era legata alle informazioni diffuse dai media 
su Bitcoin”. Il Guardian spiega che la perquisizione sarebbe stata condotta per 
una presunta evasione fiscale, ma non ci sono molti altri dettagli e le autorità 
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australiane per motivi di privacy non hanno condiviso ulteriori notizie.  
Tra i documenti pubblicati da Gizmodo c’era anche un verbale dell’agenzia delle 
entrate australiana nel quale Wright ammetteva di avere “gestito Bitcoin” dal 
2009 e che la cosa sarebbe diventata di dominio pubblico. La frase non indica 
necessariamente che abbia inventato il sistema: potrebbe semplicemente 
significare che Wright era stato tra i primi a coniare digitalmente la nuova valuta, 
come del resto fanno centinaia di migliaia di persone in giro per il mondo con un 
apposito programma. Inoltre il documento potrebbe essere un falso, ma anche in 
questo caso l’agenzia delle entrate australiana non ha dato informazioni per 
verificare la sua autenticità. 
 
1.2.2 Come funziona il Bitcoin 
Il funzionamento del Bitcoin può essere illustrato partendo dalla struttura delle 
transazioni. I Bitcoin non vengono depositati in banca, ma ogni utente conserva i 
propri Bitcoin, che può ottenere acquistandoli da altri utenti o sulle piattaforme di 
scambio, vendendo beni e servizi reali o digitali in cambio di BTC, o ottenendoli 
in ricompensa per aver convalidato altre transazioni nel network, all’interno di 
portafogli digitali installati su uno o più computer o affidati a terzi. La tecnologia 
del Bitcoin non prevede un server centrale, perché basata sul concetto di database 
distribuito consentendo ai nodi della rete di interagire tramite un indirizzo 
pubblico per trasferire o ricevere BTC e, nello stesso tempo, di condividerne i 
dati relativi alle transazioni. 
Le transazioni avvengono con il trasferimento di valuta digitale utilizzando 
chiavi crittografiche. Ogni utente può creare più indirizzi, ogni indirizzo ha un 
bilancio indipendente e una coppia di chiavi di sicurezza. Una chiave pubblica 
per inviare e ricevere i pagamenti e una privata per autorizzare pagamenti in 
uscita, posseduta solo dal proprietario. Essendo in una rete peer-to-peer, tutti i 
nodi ricevono tutte le transazioni del sistema. Trasferire Bitcoin da un utente 
all’altro è quindi estremamente semplice: è necessario digitare la chiave pubblica 
dell’utente a cui si vuole trasferire il denaro virtuale, indicare la somma da 
trasferire e in pochi minuti la transazione è completa. 
22 
 
A questo punto, però, la transazione va verificata e convalidata, per evitare che 
un utente possa spendere due volte la stessa moneta. L’intuizione alla base del 
Bitcoin sta nell’aver risolto questo double spending problem senza affidare il 
compito a terze parti. Il double spending problem è un problema classico nei 
pagamenti online: il denaro digitale non ha una sua fisicità, è un file, una stringa 
di cifre e numeri contenuta in un dispositivo di memoria che può essere duplicata 
come qualsiasi altro file. Come impedire, quindi, che la stessa moneta venga 
spesa più volte? Una soluzione comune è quella di affidarsi ad un’autorità 
centrale, che controlli ogni transazione per contrastare ogni tentativo di double 
spending. È questa la soluzione adottata, ad esempio, dal Linden Dollar e da 
quasi tutti gli altri sistemi di pagamento virtuale. In questo modo, però, il destino 
dell’intera economia dipende dalla società che gestisce la zecca. Nel sistema 
ideato da Nakamoto, però, non ci sono né server centrali né altri tipi di 
intermediari a controllare la validità delle transazioni. Il Bitcoin è interamente 
decentralizzato e affida agli user stessi questo controllo, riducendo i costi di 
transazione, proteggendo la sicurezza e la privacy degli utenti apparentemente 
meglio di qualunque altro sistema. La verifica delle transazioni è quindi affidata 
ad alcuni nodi del network. Cioè ad alcuni utenti che, per il lavoro che svolgono, 
sono chiamati miner, e offrono la potenza computazionale dei loro computer al 
network per convalidare i pagamenti. Tutte le transazioni degli ultimi dieci 
minuti sono trasmesse ai miner, che le riassemblano all’interno di un file detto 
block. 
Allo scopo di garantire l’autenticità dei blocchi, il sistema integra il già 
menzionato protocollo crittografico proof-of-work. Questo sistema trae 
ispirazione dall’Hashcash di Adam Back e rende artificialmente difficile la 
convalida di un blocco, costringendo i computer dei miner a risolvere un 
problema matematico che gli consenta di validare quel blocco. Il nodo che trova 
la soluzione per primo, trasmette il blocco agli altri miner che verificano la 
conformità delle transazioni contenute in quel blocco. 
La difficoltà di questo problema si modifica automaticamente ogni 2016 blocchi 
risolti, allo scopo di mantenere il tempo di generazione per ogni blocco a 10 
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minuti, e, anche se essa può diminuire, fino ad adesso non ha cessato di crescere 
(Bitcoin Difficulty Chart, Coinbase). La difficoltà è aumentata così tanto che, se 
nel 2009 poteva bastare un computer di fascia media per risolvere il proof-of-
work, è ora necessario hardware dedicato: ingombranti e rumorosi computer ad 
altissimo dispendio energetico, grandi come armadi, sono ora impiegati nel 
mining. 
Una volta che un nodo del network ha risolto un blocco esso lo invia a tutti gli 
altri nodi, che controllano la sua validità, confrontando i dati ricevuti con la loro 
storia delle transazioni, e la esprimono lavorando al blocco successivo. Ogni 
blocco convalidato viene poi inserito all’interno della blockchain, una catena di 
blocchi che contiene tutte le transazioni all’interno del network, dal Genesis 
Block creato da Nakamoto stesso fino all’ultimo blocco. La blockchain è 
pubblica: tutte le transazioni effettuate in Bitcoin possono essere visionate da 
chiunque, ma gli indirizzi non sono collegati agli utenti, il cui anonimato è 
tutelato. Inoltre, il miner che ha generato il blocco riceve un payout in Bitcoin. 
Non solo questo è l’unico modo in cui nuovi Bitcoin sono creati, ma, come già 
detto, questo payout è destinato a ridursi nel corso del tempo, per il momento è 
fissato a 25 bitcoin, finché il numero di BTC emessi avrà raggiunto la cifra totale 
di 21 milioni, all’incirca nel 2040 (ECB, 2012). In pratica, il proof-of-work rende 
la verifica dei blocchi simile ad una lotteria: più potenza computazionale un nodo 
possiede, più è alta la probabilità che esso generi un nuovo blocco. Questo 
sistema ha una doppia funzione. Innanzitutto, conferisce un valore intrinseco al 
Bitcoin, dato che risolvere quel problema comporta anche dei costi non 
irrilevanti di elettricità ed hardware. Inoltre, impedisce che un utente cerchi 
di spendere due volte la stessa moneta: per avere ragione su tutti gli altri nodi, il 
nodo che cerca di barare dovrebbe proporre una storico di transazioni diverso e 
dovrebbe possedere il 51% della potenza computazionale del network per 
superare tutti gli altri nodi ma, in tale ipotesi, avrebbe più convenienza a 
collaborare e ottenere Bitcoin tramite il mining piuttosto che defezionare. 
 
1.3 Economia 
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Il controvalore totale dell'economia Bitcoin, calcolato a Dicembre 2012 era di 
circa 140 milioni di dollari statunitensi, nell’Aprile 2013 era 1,4 miliardi di 
dollari statunitensi, nel Novembre 2013, con un cambio 1 bitcoin = 540 USD, il 
controvalore sale ancora a più di 6 miliardi di dollari statunitensi. A fine 2015, i 
Bitcoin erano scambiati a 438 dollari. Il grafico sottostante mostra la 
capitalizzazione in USD da Aprile 2015 a Marzo 2016. 
 
(Figura 1.1 – Capitalizzazione Bitcoin in USD. Fonte: Blockchain.info) 
 
L'economia basata sui Bitcoin è ancora molto piccola se paragonata a economie 
stabilite da lungo tempo, e il software è ancora in uno stato di beta release, 
tuttavia sono già commercializzati in Bitcoin merci e servizi reali. I Bitcoin 
vengono accettati sia per servizi online sia per beni tangibili. 
Sono moltissimi ormai gli enti, le organizzazioni e le associazioni che accettano 
donazioni in Bitcoin; tra i tanti si possono citare la Electronic Frontier 
Foundation, The Pirate Bay, Free Software Foundation e anche Wikimedia 
Foundation. 
È possibile inoltre acquistare da altri grandi siti come Amazon o eBay attraverso 
alcuni intermediari. Dal Novembre 2013, l’Università di Nicosia, a Cipro, accetta 
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il Bitcoin come mezzo di pagamento delle tasse universitarie. Alcuni 
commercianti, utilizzando appositi siti di cambio, permettono di cambiare bitcoin 
in diverse valute, ivi compresi dollari statunitensi, euro, rubli russi e yen 
giapponesi. 
Chiunque può controllare la catena dei blocchi, detta Blockchain, e osservare le 
transazioni in tempo reale. Diversi servizi sono già disponibili per facilitare 
queste operazioni. 
A differenza delle valute a corso legale, i Bitcoin hanno la caratteristica che 
nessuno può controllarne il valore a causa della natura decentralizzata del metodo 
di creazione della valuta. In Bitcoin la quantità di valuta in circolazione è limitata 
a priori, inoltre è perfettamente prevedibile e quindi conosciuta da tutti i suoi 
utilizzatori in anticipo. L’inflazione da valuta in circolazione non può quindi 
essere utilizzata da un ente centrale per ridistribuire la ricchezza tra gli utenti. 
I trasferimenti sono definiti come un cambio di proprietà della valuta, e vengono 
effettuati senza la necessità di un ente esterno che debba fare da supervisore tra le 
parti. Tale modalità di interscambio rende impossibile annullare la transazione e 
quindi riappropriarsi delle monete che hanno cambiato di proprietà. Il client 
Bitcoin trasmette la transazione ai suoi nodi più vicini che a loro volta propagano 
il pagamento attraverso la rete. Transazioni invalide o fraudolente vengono 
rifiutate dai nodi onesti. Le transazioni sono fondamentalmente gratuite, ma è 
previsto il pagamento di una commissione in modo da aumentare la priorità di 
gestione della transazione dai vari nodi.  
Nuovi Bitcoin vengono immessi in mercato ogni volta che un utente risolve un 
nuovo blocco, cioè ogni dieci minuti, e il numero di Bitcoin generati per blocco 
diminuisce del 50% ogni 4 anni. Il numero totale di bitcoin tende asintoticamente 
al limite di 21 milioni. La disponibilità di nuove monete cresce come una serie 
geometrica ogni 4 anni; nel 2013 si è arrivati alla generazione di metà delle 
possibili monete e per il 2017 si arriverà ai tre quarti. È stato calcolato che questo 
tetto monetario sarà raggiunto solo nel 2040, da quel momento in poi, nessun 
nuovo Bitcoin sarà emesso; la crescita non è ovviamente proporzionale, difatti 
nel 2020 si avrà in circolazione già il 95% della disponibilità totale. Ci si può 
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aspettare che, da lì in poi, il lavoro dei miner sarà ripagato con una tassa sulle 
transazioni. 
 
 
(Figura 1.2 – Limite massimo di emissione dei Bitcoin. Fonte: Blockchain.info). 
 
All'avvicinarsi di quella data ed ipotizzando che la richiesta di Bitcoin crescerà 
più che proporzionalmente rispetto alla disponibilità degli stessi, i Bitcoin 
probabilmente subiranno un aumento del loro valore reale dovuto alla scarsità di 
nuova moneta. Secondo gli sviluppatori, in un ambiente con scarsità di Bitcoin i 
nodi anziché finanziarsi con la creazione di nuovi bitcoin trarranno profitto dalla 
loro capacità di effettuare le transazioni, competendo quindi sui prezzi e 
mantenendoli bassi.  
Tra gli scenari previsti per un possibile fallimento di Bitcoin, vi sono la 
svalutazione della moneta, una base di utenti in diminuzione, o un attacco 
frontale al sistema da parte dei governi.  
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1.4 Elementi dei Bitcoin 
 
1.4.1 Indirizzi 
Ogni utente che partecipa alla rete Bitcoin possiede un portafoglio che contiene 
un numero arbitrario di coppie di chiavi crittografiche. Le chiavi pubbliche, o 
“indirizzi bitcoin”, fungono da punti d’invio o ricezione per tutti i pagamenti. La 
corrispondente chiave privata autorizza il pagamento solo all’utente proprietario 
di una certa moneta. Gli indirizzi non contengono informazioni riguardo ai loro 
proprietari e in genere sono anonimi. Gli indirizzi in forma leggibile sono 
sequenze casuali di caratteri e cifre lunghe in media 33 caratteri, che cominciano 
sempre per 1 oppure per 3, e possono avere ad esempio la seguente forma 
175tWpb8K1S7NmH4Zx6rewF9WQrcZv245W. Gli utenti possono avere un 
numero arbitrario di indirizzi Bitcoin, infatti è possibile generarne a piacimento 
senza nessun limite in quanto la loro generazione costa poco tempo di calcolo 
(equivalente alla generazione di una coppia di chiavi pubblica/privata) e non 
richiede nessun contatto con altri nodi della rete. Creare una nuova coppia di 
chiavi per ogni transazione aiuta a mantenere l’anonimato. 
 
1.4.2 Transazioni 
I Bitcoin contengono la chiave pubblica del loro proprietario (cioè l’indirizzo). 
Quando un utente A trasferisce della moneta all’utente B rinuncia alla sua 
proprietà aggiungendo la chiave pubblica di B (il suo indirizzo) sulle monete in 
oggetto e firmandole con la propria chiave privata. Trasmette poi queste monete 
in un apposito messaggio, la “transazione”, attraverso la rete peer-to-peer. Il resto 
dei nodi validano le firme crittografiche e l’ammontare delle cifre coinvolte 
prima di accettarla. 
 
1.4.3 Come ottenere Bitcoin  
Ci sono tre strade principali per entrare in possesso di Bitcoin. 
 La prima strada consiste nell’attività di mining, come già accennato. 
L’errore che spesso si commette sentendo parlare di mining è quello di 
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pensare che i peers risolvano degli enigmi crittografici, effettuando dei 
calcoli computazionali molto complessi, al fine di generare nuova moneta. 
Questo non è del tutto corretto; infatti i miners svolgono tutti i calcoli che 
sono necessari per garantire la sicurezza su cui si basa il sistema Bitcoin, 
mentre la nuova moneta rappresenta solo una parte del premio che viene 
loro assegnato per incentivarne il contributo. La quantità di nuova moneta 
che viene generata per ogni blocco di transazioni diminuisce nel corso del 
tempo in modo tale che, come già visto in precedenza, i BTC in 
circolazione non siano mai più di 21 milioni. Via via che la ricompensa 
diminuisce nel corso del tempo, gli utenti saranno motivati a contribuire 
con la propria capacità di calcolo guadagnando sui costi delle transazioni. 
Da un punto di vista operativo, l’attività di mining consiste nel trovare la 
soluzione ad un problema matematico. Tutti i nodi della rete che abbiano 
abilitato l’opzione “genera Bitcoin” nel proprio client competono per 
essere i primi a trovare tale soluzione con riferimento al blocco candidato. 
Quando un nodo riesce a risolvere la prova lo annuncia al resto dei peers, i 
quali attuano un’operazione di verifica prima di accettarla e aggiungerla 
alla blockchain. Questo meccanismo garantisce anche l’autenticità dei 
nuovi BTC che vengono messi in circolazione. Allo stato attuale è 
praticamente impossibile minare Bitcoin come minatore singolo: il quesito 
matematico è così incredibilmente complesso che la potenza di calcolo di 
un solo computer non è sufficiente. I miners tendono quindi ad associarsi 
per condividere la potenza computazionale, dando così vita a delle vere e 
proprie mining pools. Al pool che per primo trova la soluzione vengono 
assegnati i nuovi BTC, che saranno distribuiti tra gli associati in misura 
proporzionale alla potenza di calcolo immessa da ognuno. Mano a mano 
che un numero sempre maggiore di BTC viene messo in circolazione tutta 
la rete diventa più resistente e l’algoritmo che autentica il denaro diventa 
sempre più difficile da contraffare. Dunque, il mining non è un’operazione 
fine a se stessa, non rappresenta un semplice consumo di energia, ma 
serve per conferire maggiore potenza e sicurezza all’intero sistema. La 
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difficoltà sempre maggiore legata all'ottenimento di nuova moneta crea 
un’'analogia tra l’attività di mining, che non a caso significa “estrazione”, 
e la corsa all’oro: come l’oro è un minerale finito, anche Bitcoin esiste in 
misura finita e in entrambi i casi la ricerca e il successivo ottenimento da 
parte dei minatori risulta più facile e veloce all’inizio piuttosto che alla 
fine.  
 La seconda strada che si può percorrere per entrare in possesso della 
criptomoneta consiste nell’ottenerla da qualcuno che ne è già in possesso, 
in cambio dell'erogazione di beni o di servizi. Sono infatti sempre di più le 
attività, non solo online ma anche offline, pure in Italia, che sono disposte 
ad accettare la criptovaluta come mezzo di pagamento. Secondo la mappa 
CoinMap.org, che segnala la diffusione della moneta in tutto il mondo, nel 
nostro Paese l'interesse per questo sistema di pagamento si concentra 
soprattutto in Lombardia, Veneto, Lazio e Sicilia e le categorie principali 
sono turismo ed elettronica. Sempre più alberghi, bed & breakfast e 
cascine, da un lato, negozi di elettronica e servizi di assistenza IT, 
dall'altro lato, si sono aperti alla valuta digitale, seppur per motivi diversi. 
C’è chi accetta BTC non tanto per la speranza di aggiungere una fonte di 
guadagno, quanto piuttosto per una personale passione verso l’argomento; 
c’è invece chi li accetta perché è particolarmente fiducioso che tale mezzo 
di pagamento potrà essere gradito a potenziali nuovi clienti; infine c’è chi 
li accetta per attirare l'attenzione degli informatici appassionati di questa 
nuova tecnologia o di chi ne sente parlare per la prima volta, suscitando 
curiosità e interesse. Non solo turismo ed elettronica però: anche negozi di 
abbigliamento, palestre, birrerie, ferramenta e agenzie immobiliari 
sembrano strizzare l'occhio a Bitcoin.  
 La terza strada per ottenere la valuta digitale consiste nello scambiarla con 
valuta a corso legale (Euro, Dollaro, Yen, Sterlina, Rublo). Esistono infatti 
numerose piattaforme online create appositamente per convertire la 
moneta del paese di riferimento in Bitcoin, e viceversa. Le quotazioni di 
Bitcoin cambiano da piattaforma a piattaforma perché non esiste un 
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mercato di cambio unico e ufficiale. Tra i siti di exchange più famosi vi 
sono Bitstamp, BTC-E e MtGox. Quest’ultimo in particolare è stato al 
centro di una bufera mediatica all’inizio di Febbraio 2014, quando sarebbe 
stato colpito da un furto informatico di enormi proporzioni, causato da una 
debolezza strutturale del sistema di sicurezza del sito, secondo le 
ammissioni dello stesso Mark Karpeles, CEO della società. In realtà è 
difficile dire con certezza cosa sia accaduto a MtGox; l’unica cosa certa è 
che in seguito a questo attacco sono spariti 750 mila BTC di proprietà di 
migliaia di utenti (più altri 100 mila di proprietà della stessa società), pari 
a circa 473 milioni di Dollari, ovvero a 345 milioni di Euro. E’ 
impossibile, invece, stimare la perdita da un punto di vista non monetario 
ma di credibilità. Per una valuta come Bitcoin, interamente poggiata sulle 
logiche virtuali dove la fiducia è di fondamentale importanza, un crack del 
genere è un colpo dolorosissimo, che potrebbe bloccare la vertiginosa 
crescita della criptomoneta nella finanza mondiale. C’è però anche chi la 
pensa diversamente, sostenendo che “Il fallimento di MtGox non fornisce 
alcuna lezione relativamente a Bitcoin. […] La lezione che il fallimento di 
MtGox ci può impartire non riguarda Bitcoin ma, all’opposto, proprio 
quei sistemi tradizionali, centralizzati e basati sulla fiducia, che Bitcoin 
vorrebbe aiutare a superare.” (Zucco, 2014). Coloro che avevano deciso di 
depositare la moneta sulla piattaforma di exchange per un determinato 
periodo di tempo, al fine di speculare sulle variazioni del cambio rispetto 
alle valute fiat, stavano contravvenendo alle caratteristiche fondamentali e 
distintive che caratterizzano un protocollo distribuito come Bitcoin: sono 
stati infatti gli speculatori i soggetti più colpiti da questo fallimento, 
insieme a quegli utenti che avevano pensato di utilizzare il sito di cambio 
come una sorta di banca, presso cui depositare la moneta. “Tu sei la tua 
banca” è invece lo slogan che sintetizza al meglio il principio su cui si 
basa Bitcoin. Ciò non significa che gli utenti non possano utilizzare 
servizi terzi, ma semplicemente che tali servizi debbano essere usati per la 
loro immediata utilità legata al cambio e non per scopi che vanno contro la 
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natura stessa del protocollo. E’ vero infatti che il danno subito dagli utenti 
di MtGox è enorme ed è giusto che le autorità facciano piena luce sulla 
vicenda, ma è altrettanto vero che MtGox non è Bitcoin. Il problema 
dunque non riguarda in modo diretto la criptovaluta (la moneta infatti 
funziona ed è sempre più diffusa e supportata), ma riguarda piuttosto il 
cambio Bitcoin/valuta fiat e l’aspetto speculativo ad esso legato. Molti 
ritengono infatti che questa vicenda non mini il sistema Bitcoin in sé, che 
sembra anzi essere piuttosto solido, ma rappresenti al contrario un fatto 
quasi salutare, in quanto contribuisce ad eliminare dall’ecosistema della 
criptovaluta soggetti ambigui o poco trasparenti. Ciò sembra essere 
confermato dal fatto che, dopo la bufera che ha investito MtGox, il valore 
di Bitcoin è rimasto sorprendentemente elevato su altre piattaforme di 
exchange, come Bitstamp.  
 
1.4.4 Generazione dei Bitcoin 
La rete Bitcoin crea e distribuisce in maniera completamente casuale un certo 
ammontare di monete all’incirca sei volte all’ora ai client che prendono parte alla 
rete in modo attivo, ovvero che contribuiscono tramite la propria potenza di 
calcolo alla gestione e alla sicurezza della rete stessa. L’attività di generazione di 
bitcoin viene spesso definita come “mining”, un termine analogo al gold mining 
(estrazione di oro). La probabilità che un certo utente riceva la ricompensa in 
monete dipende dalla potenza computazionale che aggiunge alla rete 
relativamente al potere computazionale totale della rete.  
Inizialmente il client stesso si occupava di svolgere i calcoli necessari 
all’estrazione dei Bitcoin, sfruttando la sola CPU9. Con l’aumentare della 
potenza di calcolo totale della rete e a seguito della natura competitiva della 
generazione di Bitcoin, questa funzionalità è diventata antieconomica ed è stata 
rimossa. Oggigiorno esistono dei programmi specializzati che inizialmente 
                                                          
9 La CPU è l'unità di elaborazione centrale (in inglese: central processing unit) o processore centrale. È 
detta unità centrale di elaborazione perché coordina in maniera centralizzata tutte le altre unità di 
elaborazione presenti nelle architetture hardware dei computer di elaborazione delle varie periferiche 
interne o schede elettroniche (scheda audio, scheda video, scheda di rete). 
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sfruttavano la potenza delle GPU10 e delle FPGA11, e che ora utilizzano hardware 
dedicato basato su processori ASIC12 progettati appositamente per questo 
utilizzo. Dal momento che la quantità di operazioni mediamente necessarie a 
chiudere con successo un singolo blocco è diventata talmente elevata da 
richiedere grandi quantità di risorse in termini di energia elettrica e potenza 
computazionale, la maggior parte dei minatori si unisce in “gilde” chiamate 
mining pool dove tutti i partecipanti mettono in comune le proprie risorse, 
spartendosi poi i blocchi generati in funzione del contributo di ognuno.  
Il numero di bitcoin creati per blocco era inizialmente di 50 BTC (aggiunti agli 
eventuali costi delle singole transazioni). Tale quantità è stata programmata per 
diminuire nel tempo secondo una progressione geometrica con un dimezzamento 
del premio ogni 4 anni circa. A partire dal 28 novembre 2012, la ricompensa è 
passata a 25 BTC per blocco, e così sarà per i successivi 4 anni. Con la 
progressiva riduzione della ricompensa di generazione nel tempo, la fonte del 
guadagno per i minatori passerà dalla generazione della moneta alle commissioni 
di transazione incluse nei blocchi, fino al giorno in cui la ricompensa cesserà di 
essere elargita: per allora l'elaborazione delle transazioni verrà ricompensata 
unicamente dalle commissioni di transazione stesse. 
L’importo della commissione può essere impostato liberamente da chi effettua 
una transazione, sebbene da maggio 2013, col l’aggiornamento alla versione 
0.8.2 del client ufficiale, commissioni al di sotto alla soglia di 0.0001 BTC 
vengono considerate non standard e, di conseguenza, le transazioni associate 
rischiano di non essere mai confermate. Tanto più è alta la commissione tanto più 
è probabile che venga inclusa nel primo blocco estratto, accelerando quindi la 
prima conferma. Gli utilizzatori hanno dunque un incentivo a includere tali 
                                                          
10 La GPU è l'unità di elaborazione grafica (in inglese: Graphics Processing Unit) o processore. È una 
tipologia particolare di coprocessore che si contraddistingue per essere specializzata nel rendering, 
ovvero nell’elaborazione e rappresentazione, di immagini grafiche. Il suo tipico utilizzo è come 
coprocessore della CPU e da alcuni anni viene anche utilizzata in generiche elaborazioni dati. 
11 L’FPGA (in inglese: Field Programmable Gate Array) in elettronica digitale è un circuito integrato, 
ovvero è un circuito elettronico miniaturizzato, le cui funzionalità sono programmabili via software. Tali 
dispositivi consentono l'implementazione di funzioni logiche anche molto complesse. 
12 In elettronica digitale un application specific integrated circuit (ASIC) è un circuito integrato creato 
appositamente per risolvere un'applicazione di calcolo ben precisa. 
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commissioni, perché ciò significa che la transazione sarà probabilmente elaborata 
più rapidamente: ogni minatore ha la libertà di scegliere quali transazioni 
includere nel blocco che sta elaborando, che ha una dimensione massima 
prefissata dal protocollo, e che quindi sarà invogliato a includere per prime le 
transazioni con commissioni maggiori. 
Tutti i nodi della rete competono per essere i primi a trovare una soluzione di un 
problema crittografico che riguarda il blocco candidato; quando un nodo trova 
una soluzione valida l’annuncia al resto della rete attribuendosi 
contemporaneamente i Bitcoin in premio previsti dal protocollo, i nodi che 
ricevono il nuovo blocco, verificano e aggiungono le transazioni all’interno di 
esso, ed infine il blocco viene aggiunto alla catena. 
 
1.4.5 Costi di transazione 
Visto che i nodi non hanno l’obbligo di includere le transazioni nei blocchi che 
generano, chi invia bitcoin potrà, come visto in precedenza, volontariamente 
pagare una tassa di trasferimento. Facendo questo la velocità di trasferimento 
aumenterà e offrirà un incentivo agli utenti per tenere attivi i nodi, specialmente 
quando la difficoltà per generare bitcoin aumenterà o se la quantità di premio per 
blocco decrescerà nel tempo.  
 
1.5 Accettazione commerciale dei Bitcoin 
Il maggiore gestore commerciale per processare i bitcoin a livello commerciale 
per i venditori che accettano Bitcoin sono BitPay e Coinbase negli Stati Uniti e 
Coinfy in Europa. Comunque sia, è difficile per i venditori, come i caffè a livello 
locale, gestire 2 separati sistemi di pagamento (tradizionale e Bitcoin), così un 
maggior accorgimento per soluzioni future comporterebbe l’integrazione del 
pagamento in Bitcoin nelle esistenti reti di pagamento dei venditori. La 
funzionalità del pagamento tramite cellulare è anche richiesta per un rapido 
acquisto tramite Bitcoin (per esempio, una tazza di caffè) tramite telefono 
cellulare. CoinBeyond ed altre compagnie si concentrano specificatamente sui 
pagamenti in Bitcoin e BitPay e CoinBase hanno soluzioni per incassare dai 
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cellulari. In un notevole passo avanti, Intuit’s QuickBooks software per 
contabilità per piccole imprese ha reso possibile per i venditori accettare 
pagamenti in Bitcoin da Coinbase e BitPay con il suo modulo PayByCoin. 
 
1.6 Regulatory status 
La regolamentazione ha ancora grandi passi da fare nell’accettazione dei Bitcoin. 
Nell’Ottobre 2013 una manciata di nazioni ha completamente bannato i Bitcoin: 
Bangladesh, Bolivia, Ecuador, Islanda (ha però lasciato la possibilità di utilizzare 
gli Auracoin), Kyrgyzstan, e Vietnam. La Cina, ha bannato le istituzioni 
finanziarie dal commerciare in moneta virtuale a partire dal Dicembre 2013, 
nonostante ciò il volume commerciale in Yuan Cinese persiste. Germania, 
Francia, Corea, and Tailandia stanno guardando con sfavore ai Bitcoin. 
L’autorità bancaria europea, Svizzera, Polonia, Canada e gli USA continuano a 
deliberare riguardo diverse questioni collegate ai Bitcoin. Le nazioni provano ad 
incorporare i Bitcoin (ed il relativo concetto di moneta digitale) alle loro strutture 
regolatorie esistenti, spesso constatando che le leggi esistenti non possono essere 
adattate integralmente alle criptomonete, arrivando quindi alla conclusione che 
sarebbe necessaria una nuova legislazione. Ad oggi, alcune nazioni, come la 
Gran Bretagna, hanno classificato i Bitcoin come una moneta (e quindi non 
soggetti ad imposta sul valore aggiunto) invece altre nazioni, come l’Australia, 
non sono state in grado di classificare i Bitcoin come una moneta per via delle 
leggi riguardo l’emissione nazionalizzata (quindi i Bitcoin sono soggetti all’IVA, 
VAT, GST, ovvero la tassa sui beni e servizi). 
Negli USA, l’Internal Revenue Service tratta i Bitcoin come una proprietà e non 
come una moneta: ciò significa che gli utenti dei Bitcoin sono esposti a 
tassazione per i capital gains su transazioni. Per la tassazione quindi, le monete 
virtuali sono proprietà, non monete.  
 
1.7 È una valuta?  
C’è da chiedersi allora se il Bitcoin possa davvero comportarsi come una valuta. 
Riprendiamo, quindi, le quattro funzioni classiche della moneta: deve essere 
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adeguata come mezzo di scambio, unità di conto, riferimento per pagamenti 
dilazionati e riserva di valore. Citando Hayek (1976), tali usi della moneta “sono, 
semplicemente, conseguenze della funzione fondamentale della moneta quale 
mezzo di scambio e solo in condizioni eccezionali, come in caso di rapido 
apprezzamento, se ne separano”. 
“Il Bitcoin dà il suo meglio come mezzo di scambio” (Money from Nothing, 
2014). 
Gli utenti possono trasferire denaro in ogni parte del mondo riducendo i costi di 
transazione al minimo e vedendo loro garantito anche un certo livello di 
anonimato.  
Ma la volatilità inscritta all’interno della moneta stessa, dovuta al fatto che il 
sistema non può regolare la liquidità monetaria in funzione della domanda, rende 
il Bitcoin inadeguato come riserva di valore e standard per i pagamenti differiti, 
“impedendo che il Bitcoin diventi un’unità di conto e che, a sua volta, possa 
sostituire le valute tradizionali” (Bitcoin’s deflation problem, 2014). 
È interessante come Hayek (1976) ritenga che l’instabilità monetaria metta a 
rischio gli ultimi tre usi della moneta, indicando anche la non desiderabilità di 
una moneta deflazionistica. Come unità di conto, una moneta instabile non 
permetterebbe calcoli realistici; come standard per pagamenti differiti, una 
moneta che si rivaluta sarebbe una manna per chi presta ma non per chi prende in 
prestito, e il contrario vale per una moneta che si svaluta; come riserva di valore, 
chi detiene liquidità preferirebbe una valuta che si apprezza, ma, di nuovo, 
prendere denaro in prestito non sarebbe vantaggioso. 
È ugualmente interessante come l’economista austriaco (1976) sostenga che un 
libero mercato di valute private in competizione possa automaticamente 
convergere verso la stabilità monetaria: abbattuto il monopolio statale 
nell’emissione di moneta, le monete instabili, deflazionistiche o inflazionistiche 
non garantirebbero tutte le funzioni della moneta e finirebbero quindi, in un 
regime di libera concorrenza, a non essere accettate come mezzo di scambio. In 
questo modo, le “cattive monete” finirebbero per venir scartate dal sistema, 
mettendo in sicuro tutte e quattro le funzioni della moneta. 
36 
 
 
1.8 Limiti del Bitcoin 
Il Bitcoin fatica a garantire tutte le funzioni di una valuta, non ma la moneta 
digitale presenta tanti altri problemi. Anche se molti sostenitori del Bitcoin 
credono che esso abbia il potenziale per soppiantare le valute legali, ci sono 
alcune considerazioni da fare che potrebbero riportare tali soggetti con i piedi per 
terra. Di seguito sono riportati alcune tra le maggiori criticità.  
 
1.8.1 L’inesistenza di un sistema di credito  
Un Bitcoin può essere conservato solo all’interno di un portafoglio digitale. Non 
esistono banche di Bitcoin e, anche se esistessero, non ci sarebbe alcun motivo 
per depositarli in una di esse. Non c’è bisogno di banche: non esistendo i Bitcoin 
nel mondo fisico, non c’è bisogno di un posto in cui metterli al sicuro; inoltre, il 
continuo apprezzamento del Bitcoin sembra volersi sostituire agli interessi sui 
depositi in conto corrente.  
Questa pratica del tenere i Bitcoin nel proprio portafoglio e di non spenderli, 
confidando nel fatto che il loro valore crescerà, è nota come hoarding (in italiano: 
ammucchiare). I sostenitori del Bitcoin si sono convinti che “ammucchiare” 
valuta digitale sia diventato un altro modo per risparmiare. Ma tenere i propri 
Bitcoin in un portafoglio digitale è più simile a nascondere il denaro sotto il 
materasso piuttosto che depositarlo in banca. “Non c’è alcuna differenza visibile 
tra un bitcoin perso e un bitcoin ammucchiato (hoarded). Non si possono ricevere 
interessi su quel denaro” (Hanley, 2013). È una pratica che potrà funzionare solo 
finché il Bitcoin continuerà ad apprezzarsi. Inoltre, quel denaro non è nemmeno 
completamente al sicuro: può essere dimenticato, perso o rubato da un hacker. 
Non solo, senza un sistema bancario, non si può nemmeno ottenere credito in 
Bitcoin. Non che sia impossibile prestare Bitcoin, ma il sistema non offre 
nessuna garanzia contro debitori inaffidabili. Che senso avrebbe, poi, indebitarsi 
in una valuta che è programmata per apprezzarsi?  
Ma siamo sicuri che l’aver tirato il sistema bancario fuori dall’equazione sia stata 
una buona idea? L’economia ha bisogno di investimenti reali, investimenti che 
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spesso nascono sotto forma di prestiti. Questa abolizione del sistema del credito, 
più che un passo in avanti, sembra solo “un involontario ritorno al medioevo”” 
(Hanley, 2013). 
 
1.8.2 La maggior parte dei Bitcoin non circola nel sistema 
Visto che un sistema bancario non esiste, e che gli utenti preferiscano 
ammucchiare i propri Bitcoin piuttosto che spenderli, un altro problema connesso 
alla pratica dell’hoarding è l’impossibilità di determinare se un Bitcoin è andato 
perduto o no. Infatti, non sono i rari i casi in cui intere fortune in Bitcoin sono 
andate perdute perché un hard drive si è danneggiato o perché un computer è 
stato rubato. La chiave privata che permette l’accesso ai Bitcoin di un utente è 
depositata all’interno di un dispositivo fisico che, come qualsiasi altro oggetto 
nel mondo, può essere smarrito, danneggiato, rubato. Altre volte, i portafogli 
digitali sono protetti da password, e dimenticarla equivale per una condanna 
all’oblio per tutti i Bitcoin contenuti all’interno di questi portafogli. 
Evitare di perdere Bitcoin in questo modo è possibile, ma non tutti gli utenti 
prendono le dovute precauzioni. Il problema, comunque, è che questi Bitcoin non 
possono in alcun modo essere reimmessi in mercato: il sistema non permette 
nemmeno che ulteriori Bitcoin vengano prodotti per sostituire quelli perduti. 
Quel denaro farà sempre parte di quel totale di 21 milioni di Bitcoin che saranno 
emessi, non c’è modo di sostituirlo. 
È però difficile, in questo modo, capire se si tratti di denaro “dormiente” o se sia 
andato perduto. Proprio perché è impossibile determinare ciò, questi coin sono 
noti anche, con un termine molto evocativo, come zombie-coin. Non c’è nessun 
sistema sicuro per determinare se un zombie-coin sia andato perduto o se, prima 
o poi, sarà speso di nuovo. 
È un problema serio: già nel 2012 uno studio aveva dimostrato che la stragrande 
maggioranza di Bitcoin non circola nel sistema. “Se sommiamo gli importi 
accumulati dai 609.270 indirizzi che ricevono soltanto BTC senza inviarne 
nessuno, notiamo che essi contengono quasi il 78% di tutti i BTC esistenti. Il 
dato è interessante e indica che una percentuale considerevole di Bitcoin è 
38 
 
composta da zombie-coin, e non è chiaro quando o se torneranno sul mercato. 
Non solo i Bitcoin non circolano, ma non sono neanche equamente distribuiti 
all’interno del sistema. Lo stesso studio dimostrava che esistevano solo 78 entità 
con un bilancio corrente di oltre 10.000 BTC, mentre il bilancio del 97% delle 
entità nel sistema consisteva in meno di 10 BTC. Viene da chiedersi come possa 
questa valuta ambire a prendere il posto delle valute legali quando non circola nel 
sistema e quando la sua ricchezza è concentrata nelle mani di così poche entità. 
 
1.8.3 Il mining potrebbe non essere sempre redditizio 
Cosa succederebbe se il Bitcoin smettesse di apprezzarsi? Il Bitcoin, perché 
funzioni, deve continuare ad apprezzarsi o, per lo meno, non deve perdere valore. 
Non esiste, come visto in precedenza, un sistema bancario che paghi interessi sui 
depositi: se il Bitcoin perdesse significativamente valore, ci sarebbero pochi 
incentivi a detenere Bitcoin, o meglio, ad “ammucchiarli”. Chi detiene Bitcoin, a 
questo punto, farebbe bene a liberarsene scambiandoli per altri beni o anche solo 
per altre valute legali. 
Tanto meno i miners sarebbero incentivati a investire in hardware con una 
potenza di calcolo maggiore o anche a sostenere gli alti costi energetici del 
mining. È bene soffermarsi su questo punto. I costi del mining non sono 
indifferenti, e i profitti dei miner si possono calcolare sottraendo semplicemente 
l’incasso, o il potenziale incasso, dalla vendita dei Bitcoin prodotti ai costi di 
produzione. 
In sostanza, la difficoltà aumenta perché più miner si devono connettere per 
creare blocchi e il sistema è programmato per mantenere la creazione di blocchi, 
e di moneta, stabile a dieci minuti. All’aumentare della difficoltà, aumentano i 
costi dei miner che devono investire in hardware più potenti e sostenere le spese 
energetiche necessarie per risolvere il proof-of-work. Seguendo il ragionamento 
che sta dietro a questo sistema, i profitti dei miner si dovrebbero ridurre sempre 
di più finché non sarà raggiunta una parità tra costi e ricavi, e questo dovrebbe 
garantire una crescita moderata ma costante del valore del BTC, di pari passo con 
l’aumento dei costi. 
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La debolezza di questo sistema è che si preoccupa solo del prezzo del Bitcoin dal 
lato dell’offerta e non tiene conto della domanda. Sembra esserci una fiducia 
incondizionata che la domanda di Bitcoin si manterrà sempre alta. Se il valore 
del Bitcoin crollasse per un grave calo di quest’ultima, allora l’unico incentivo 
per i miner a convalidare nuovi blocchi sarebbe la convinzione di un ulteriore 
apprezzamento del Bitcoin. L’intero sistema correrebbe così il rischio di 
collassare e la sicurezza, e, probabilmente, anche il prezzo, del Bitcoin si 
ridurrebbe drasticamente. 
Inoltre, il fatto che la difficoltà abbia continuato a crescere, e che quindi la 
potenza computazionale e, presumibilmente, il numero di miner non siano 
diminuiti, anche quando il Bitcoin ha iniziato a perdere valore, è indice di 
un’aspettativa ottimistica tra i miner. La maggior parte di essi pensa ancora di 
poter guadagnare in futuro rivendendo i Bitcoin che al momento non hanno 
ancora ancora speso. I risultati dello studio precedentemente citato sembrano 
anche confermare il fatto che la maggior parte dei miner non abbia ancora speso i 
BTC guadagnati, sperando in un loro ulteriore apprezzamento. Il problema è che 
l’hoarding rende il gioco ancora più pericoloso: se questa aspettativa ottimistica 
sul futuro del Bitcoin si invertisse, i miner potrebbero iniziare a vendere quei 
coin dormienti che tengono nei loro portafogli, portando ad un’ulteriore 
deprezzamento del BTC. 
 
1.8.4 L’impossibilità di sostituirsi alle valute legali 
Hanley sostiene che è impossibile che il Bitcoin possa sostituirsi alle valute reali, 
o anche provare a competere con esse. Il solo fatto che la maggior parte degli 
utenti accumuli Bitcoin senza spenderli sembra confermare il fatto che questa 
valuta non abbia costruito una vera e propria economia attorno a sé, ma che viva 
in un rapporto di simbiosi con le altre valute legali. L’autore si chiede come 
potrebbe un’economia sana sopravvivere con una moneta che non circola. 
A conferma di ciò, basti dire che il Bitcoin non può sostituirsi alle valute legali se 
non apprezzandosi a dismisura. A causa dell’emissione controllata, il Bitcoin non 
può essere emesso a domanda e così diventa impossibile rimpiazzare una valuta 
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legale. I più accesi sostenitori del Bitcoin si augurano un cambiamento a livello 
mondiale, ma Hanley prova ad ipotizzare cosa succederebbe se il Bitcoin dovesse 
sostituirsi, per esempio, anche solo alla Sterlina: per pareggiare l’economia della 
Gran Bretagna “il Bitcoin dovrebbe apprezzarsi di 270 volte dal suo ultimo picco 
per un totale di più di 2,3 milioni di volte dalla sua prima valutazione. Né l’oro, 
né l’argento, né il petrolio, o qualunque altra merce di valore, nemmeno i bulbi di 
tulipano, ha raggiunto tale traguardo. Ogni evidenza mostra che una crescita di 
questo tipo non può aver luogo” (Hanley, 2013). Inoltre, una crescita del genere 
non solo non è credibile, ma non è neanche sostenibile per il Bitcoin stesso: 
“nessun attore razionale userebbe più Bitcoin per finalità di spesa”, verrebbe 
meno la funzione stessa del Bitcoin come mezzo di scambio (Hanley, 2013).  
Alla luce di tutte queste considerazioni, sembra difficile sostenere che il Bitcoin 
abbia il potenziale per sostituirsi alle valute legali. Questi difetti che abbiamo 
segnalato, però, non vogliono in alcun modo suggerire che il sistema possa 
collassare da un momento all’altro. Semplicemente, questa moneta non ha, da 
sola, le potenzialità per sovvertire il monopolio statale nell’emissione di moneta 
ma, anzi, non può non vivere sulle spalle delle altre valute tradizionali.  
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CAPITOLO 2  
 
Dal Bitcoin alla blockchain 
 
2.1 Cos’è la blockchain 
La definizione tecnica di blockchain è “libro mastro decentralizzato e 
crittograficamente sicuro di transazioni”. Più in generale, è una tecnologia che 
permette di scambiare su internet non solo informazioni ma, per la prima volta, 
anche proprietà. Non quindi il semplice pagamento o lo scambio di beni e servizi, 
ma, grazie a questa innovazione qualsiasi altra forma di collaborazione tra 
uomini potrà approfittare delle possibilità offerte dalla rete. Anche “The 
Economist” ha provato a fornire una spiegazione semplificata: la blockchain può 
essere vista come un foglio di calcolo sequenziale di operazioni, in costante 
aggiornamento su una rete globale di computer, che serve come un libro mastro 
distribuito. Quindi, quando si parla di blockchain, ci si riferisce ad un registro 
internazionale sicuro, condiviso da tutti i soggetti che agiscono all’interno di una 
determinata rete di computer, basato sulla tecnologia peer-to-peer. La catena ha 
la peculiarità di registrare ed archiviare tutte le transazioni che vengono effettuate 
all’interno di quel network, non rendendo necessaria la presenza di terze parti, 
cosiddette fidate. Il nome blockchain ha origine proprio dalla natura della 
struttura: ciascun nodo della rete ha una specifica funzione nell’accertamento 
delle informazioni inserite, che vengono trasmesse al nodo successivo in una 
catena formata da blocchi, la blockchain appunto. Fino ad un paio di anni fa la 
sequenza di blocchi era usata solo dai Bitcoin come una sorta di libro contabile. 
Sono in essa registrate tutte le transazioni effettuate fino ad oggi e verificate 
direttamente dal sistema. Le transazioni, infatti, sono realizzabili solo se ricevono 
l’approvazione da parte del 50%+1 dei nodi.  
L’attenzione posta in merito alla blockchain da parte dei colossi finanziari ed 
istituzionali, consente di ipotizzare che essa diverrà la filosofia operativa del 
sistema bancario e finanziario del futuro. Questa ipotesi diviene molto prossima 
alla realtà se si analizzano i trend tanto dell’utilizzo dell’architettura quanto 
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dell’innovazione tecnologica ad essa applicata. L’Associazione Bancaria 
Europea ha, in uno dei suoi report, espresso un giudizio positivo circa 
l’affidabilità del sistema. La principale caratteristica dell’intera architettura 
informatica può essere sintetizzata con un solo termine: decentralizzazione. 
Infatti, non esiste nella blockchain un deposito centrale bensì un peer-to-peer tra 
utenti, tramite l’inserimento delle transazioni in blocchi.  
In un’architettura blockchain, in maniera analoga a come si è precedentemente 
analizzato nel capitolo precedente riguardo ai Bitcoin, le transazioni sono create 
dai componenti attivi inseriti nel network: l’utente attivo è definito nodo e 
trasferisce Bitcoin ad un altro nodo inserito nella rete. I blocchi della rete sono 
creati, a catena, da altri soggetti partecipanti all’architettura che sono definiti 
miners. I miners per creare i blocchi devono risolvere dei complessi algoritmi e, 
qualora riescano, vengono ricompensati con dei Bitcoin. Dal momento che 
l’utente che riesce a creare un blocco ottiene come premio 25 Bitcoin, all’interno 
del suddetto blocco viene registrata la “transazione di generazione”, vale a dire 
che la transazione che ha consentito di creare il blocco viene collocata sempre al 
primo posto all’interno di esso, alla quale poi seguiranno le altre transazioni 
validate. 
La transazione appena creata viene distribuita e validata seguendo un rigido 
protocollo di verifica per evitare, tra gli altri, il problema del “double spending 
problem” (in italiano: problema della doppia spesa). In pratica, la validità di una 
transazione viene confermata con il consenso dei nodi della rete in base ai 
parametri impostati per il funzionamento del network stesso; i nodi che 
convalidano vengono ricompensati con dei Bitcoin. Appena verificata la validità 
della transazione, i miners la inseriscono in un blocco e la transazione è eseguita 
nel pieno rispetto della privacy.  
 
2.2  Funzionamento 
La blockchain è un libro mastro pubblico di tutte le transazioni in Bitcoin che 
siano mai state eseguite. Esso è in crescita costante, così come i dati registrati su 
di essa, i quali sono dotati di meccanismi contro la manomissione e la 
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modificazione. Un blocco è la parte “corrente” della blockchain, il quale contiene 
e conferma molte transazioni in attesa; esso è composto da uno spazio 
circoscritto al cui interno viene iscritto un numero definito di dati. Ogni blocco 
viene riempito delle scritture contabili in 10 minuti circa: queste scritture sono le 
transazioni (ad esempio il soggetto A manda n Bitcoin al soggetto B) le quali 
vengono identificate attraverso una serie di indirizzi, come potrebbe essere 
l’IBAN bancario. Essendoci uno spazio limitato, il numero di transazioni che si 
possono fare in 10 minuti ha un limite di circa 4200, 7 transazioni al secondo. In 
realtà, questo limite dipende anche dalla complessità e dal tipo di transazione: 
alcune transazioni generano scritture contabili molto lunghe, altre molto corte. 
Per produrre un singolo blocco, una rete di computer interconnessi nel mondo 
deve mantenersi costantemente in linea sulla rete internet, creandone appunto 
uno circa ogni 10 minuti, attraverso l’attività di mining. Una volta completato, 
ogni blocco va nella blockchain, diventando un database permanente e, 
contemporaneamente, viene generato un nuovo blocco. In questo modo, si può 
dire che i blocchi sono collocati casualmente all’interno di una blockchain? No, 
essi sono collegati l’uno con l’altro (come in una catena) in un corretto ordine 
lineare e cronologico, inoltre ogni blocco contiene l’hash13 del blocco precedente. 
La blockchain è quindi il registro dove vengono impilati tutti i blocchi che la rete 
di computer produce e sulla quale ogni transazione è concatenata all’altra, 
nell’esempio più banale: l’individuo A manda 0.699 bitcoin all’individuo B 
all’indirizzo Y, il quale in seguito manda quei bitcoin all’individuo C 
all’indirizzo Z. 
La rete di computer globale effettua il concatenamento, ovvero controlla ogni 10 
minuti che tutte le transazioni mai fatte e quindi scritte sui blocchi che 
compongono la blockchain siano concatenate e che dunque i bitcoin o le altre 
informazioni che si trovano all’interno di questo libro mastro siano passate 
                                                          
13 Un hash è una funzione che prende in ingresso una stringa di lunghezza arbitraria producendo in 
uscita una nuova stringa di lunghezza predefinita che rappresenta una sorta di "impronta digitale" dei 
dati contenuti nella stringa di ingresso. La funzione di Hash è a senso unico: conoscendo l'hash, deve 
essere difficile trovare il messaggio originale, mentre possedendo il messaggio originale è possibile 
stabilire il suo hash univoco. 
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univocamente da un indirizzo all’altro.  
Lo scopo primario della blockchain, e della rete di computer che la sorregge, è 
quello di evitare la doppia spesa, ovvero di evitare che un soggetto possa 
mandare lo stesso bitcoin a due individui diversi: nel momento in cui il bitcoin è 
stato mandato, il mittente non lo deve possedere più. 
Ogni nodo pieno, ovvero ogni computer connesso alla rete Bitcoin che usa un 
client che esegue il compito di convalidare ed inoltrare le transazioni, ha una 
copia della blockchain, la quale è scaricata automaticamente da ogni miner che si 
unisce alla rete Bitcoin. La blockchain ha informazioni complete riguardo gli 
indirizzi ed i saldi del blocco di origine, dalla prima vera transazione mai 
eseguita, al più recente blocco completato. Questo è uno dei motivi per cui la 
blockchain è vista come la maggiore innovazione tecnologica dei Bitcoin, dal 
momento che si presenta come una testimonianza di tutte le transazioni avvenute 
sulla rete. Usando la convenzionale attività bancaria come un’analogia, la 
blockchain è come una completa storia di transazioni bancarie: le transazioni in 
Bitcoin sono iscritte cronologicamente in una blockchain proprio nel modo in cui 
lo sono le transazioni bancarie, mentre i blocchi possono essere visti come 
estratti conto individuali. 
Basato sul protocollo dei Bitcoin, il database blockchain è condiviso da tutti i 
nodi che partecipano al sistema. La copia totale della blockchain, possedendo le 
registrazioni di tutte le transazioni in Bitcoin mai effettuate, consente di fornire 
informazioni riguardo avvenimenti, come ad esempio quanto denaro appartiene 
ad un particolare indirizzo in qualsiasi punto del passato. Quindi, la blockchain 
come registro pubblico significa che è facile interrogare ogni utente della rete 
riguardo transazioni associate ad un particolare indirizzo Bitcoin; ad esempio, si 
può controllare il proprio indirizzo di portafoglio per vedere le transazioni che si 
sono ricevute dal primo Bitcoin acquistato. 
 
2.2.1 Principi base 
L’iniziale e più ampiamente conosciuta applicazione della tecnologia blockchain 
è il registro pubblico delle transazioni in Bitcoin, il quale è stato l’ispirazione per 
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simili implementazioni spesso conosciute come altchains. Da quando i Bitcoin 
sono stati creati per la prima volta nel 2009, molte altre criptomonete o “altcoin” 
sono nate usando strutture simili. Ognuna di esse ha propria blockchain, spesso 
chiamate “altchain” proprio perché la maggior parte di esse sono basate su una 
variante del software Bitcoin. 
La blockchain è in primis resistente alle manomissioni attraverso la marcatura 
oraria o timestamping: esso è il processo che consente di tenere traccia in modo 
sicuro del preciso istante temporale in cui è stato creato oppure modificato un 
documento. Inoltre, permette di provare che un determinato soggetto ha 
posseduto un documento, un’informazione o un file in uno specifico istante di 
tempo, con un meccanismo molto difficile da contraffare. Sicurezza in questo 
contesto significa che nessuno, nemmeno il proprietario del documento, 
dovrebbe essere in grado di cambiarlo una volta che esso è stato registrato sulla 
blockchain, a patto che l’integrità del timestamping non sia mai stata 
compromessa. Nell’ambito della blockchain, per i dati per cui si desidera avviare 
il processo di timestamping, occorre creare una funzione crittografica di hash, 
ovvero una funzione hash che è considerata praticamente impossibile da invertire 
e dalla quale è quindi impossibile ricreare i dati di input se si è solo in possesso 
del valore finale hash. Successivamente, si girano questi dati all’indirizzo Bitcoin 
e, nel momento in cui si invia un pagamento ad esso, il pagamento viene 
registrato sulla blockchain assieme all’indirizzo a cui era diretto il denaro. Poiché 
solo l’hash viene memorizzato sulla blockchain, nessuno può dire che dati sono 
stati archiviati, ma avendo i dati pre-hash si può provare che tali dati sono stati 
creati prima del blocco che contiene il pagamento fatto a questo indirizzo. 
Tra i vantaggi dell’architettura blockchain sono inclusi i seguenti: 
 L’abilità di qualsiasi nodo connesso con gli altri nodi, di determinare, con 
un ragionevole livello di certezza, se una transazione esiste o non esiste 
all’interno di un set di dati precedentemente confermato. Infatti, qualsiasi 
dato scritto nel database deve essere convalidato secondo regole ben 
definite o combinazioni di esse. Questo non garantisce la correttezza della 
transazione in ogni aspetto, ma solamente che non può avvenire un 
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qualsiasi errore di programmazione in violazione di una qualunque regola 
predefinita. 
 L’abilità di qualunque nodo che crea transazioni a, dopo un certo tempo 
necessario per la conferma, determinare con un ragionevole livello di 
certezza se la transazione è valida, in grado di avere luogo, e diventare 
definitiva. Questo significa che bisogna verificare che non ci siano 
transazioni in conflitto confermate in altri punti della blockchain che la 
renderebbero invalida, ad esempio le stesse unità monetarie spese due 
volte altrove. 
 Un costo eccessivamente alto per tentare di riscrivere o alterare qualsiasi 
parte della cronologia delle transazioni. 
 Un’automatica forma di risoluzione che garantisce che transazioni 
conflittuali (ad esempio due o più tentativi di spendere il proprio saldo 
monetario in posti diversi) non diventeranno mai parte di un set di dati 
confermato. 
 
Nella blockchain vengono implementati due tipi di record: transazioni e blocchi. 
Le transazioni sono i dati effettivi da memorizzare nella blockchain, da registrare 
e confermare in base a quando e in quale sequenza le transazioni sono diventate 
parte del database blockchain; le transazioni sono create dai partecipanti durante 
le loro attività. Nel caso delle criptomonete, una transazione è creata ogni volta 
che un soggetto manda una certa quantità di criptomonete ad un altro. La 
definizione di cosa costituisce una transazione valida è basata sul sistema che 
implementa la blockchain: nelle applicazioni relative alle criptomonete, una 
transazione valida è una che è opportunamente firmata digitalmente, e, per ogni 
singolo utente, la somma delle transazioni in uscita non ecceda la somma delle 
transazioni in entrata. 
I blocchi sono creati da utenti conosciuti come “miners” i quali usano software 
specializzati o apparecchiature disegnate appositamente per creare blocchi.  
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Nel sistema delle criptomonete decentrate, ogni blocco ha una completa o 
parziale copia della blockchain. Questo evita la necessità di avere un database 
centralizzato che altri sistemi, come Paypal, richiedono.  
Questo tipo di transazioni, in cui il pagatore X manda Y moneta al beneficiario 
Z, sono trasmesse da questa rete usando applicazioni software. I nodi della rete 
possono validare le transazioni, aggiungendo ad esse la loro copia del libro 
mastro, e dopo trasmettono queste aggiunte del libro mastro ad altri nodi. 
 
2.3 Una nuova innovazione nel campo dell’elaborazione dati 
Un modello per comprendere il progresso del mondo moderno è attraverso le 
innovazioni nel mondo dell’elaborazione dati, con un nuovo prodotto che si 
manifesta nell’ordine di uno ogni decade. Prima, ci sono stai i mainframe ed i PC 
(personal computer) e successivamente la rivoluzione di Internet. I cellulari ed i 
social network sono stati le innovazioni più recenti. La corrente idea emergente 
per questo decennio potrebbe essere il mondo connesso dell’informatica (in 
inglese: connected world of computing) che fa affidamento sulla crittografia 
blockchain. Il mondo connesso potrebbe includere con profitto la tecnologia 
blockchain come una sorta di copertura della parte economica di ciò che sta 
sempre più diventando un mondo connesso di informatica multidevice. Questo 
mondo include la tecnologia indossabile (come gli smartwatch), smartphone, 
tablet, computer portatili, dispositivi di auto monitoraggio (cioè Fitbit), abitazioni 
intelligenti, auto intelligenti e città intelligenti. L’economia che la blockchain 
abilita non è un mero movimento di denaro, ma essa è il trasferimento delle 
informazioni e l’effettiva allocazione delle risorse.  
Con un potenziale rivoluzionario uguale a quello di Internet, la tecnologia 
blockchain potrebbe essere impegnata ed adottata molto più velocemente di 
come lo è stato Internet, visti gli attuali effetti del globalmente diffuso Internet e 
della connettività tramite cellulare. 
Nel prossimo futuro ci potrebbe quindi essere l’esperienza di un mondo fisico 
continuamente connesso ed uno strato di informatica multi device con una 
tecnologia blockchain che gestisce i pagamenti: non solo pagamenti base, veri e 
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propri scambi decentralizzati, trasferimenti di asset digitali, emissione ed 
esecuzione di smart contracts/contratti intelligenti, come lo strato economico che 
il Web non ha mai avuto. Il mondo infatti, è già stato preparato per una moneta 
basata su Internet. 
 
2.3.1 Internet of Things 
Nel campo delle telecomunicazioni, Internet of Things (in italiano: Internet degli 
Oggetti o IoT, acronimo dell'inglese Internet of Things) è un neologismo riferito 
all'estensione di Internet al mondo degli oggetti e dei luoghi concreti. Introdotto 
da Kevin Ashton, co-fondatore e direttore esecutivo di Auto-ID Center 
(consorzio di ricerca con sede al MIT), durante una presentazione presso Procter 
& Gamble nel 1999.  
Con l’Internet of Things si può indicare un insieme di tecnologie che permettono 
di collegare a Internet qualunque tipo di apparato. Lo scopo di questo tipo di 
soluzioni è sostanzialmente quello di monitorare e controllare e trasferire 
informazioni per poi svolgere azioni conseguenti. In ambito cittadino ad 
esempio, un rilevatore collocato in una strada può controllare i lampioni e 
segnalare se la lampada funziona, ma lo stesso rilevato potrebbe, se 
adeguatamente attrezzato, segnalare anche informazioni sulla qualità dell’aria o 
sulla presenza di persone. 
Dal frigorifero di casa, all'orologio, al semaforo, tutti possono essere considerati 
esempi di IoT. L'importante è che questi oggetti siano connessi alla rete, e che 
abbiano la possibilità di trasmettere e ricevere dati. In questo modo, questi 
oggetti diventano "intelligenti", e possono attivarsi e disattivarsi "da soli" e 
secondo le necessità. Ad esempio, in Svizzera esistono semafori intelligenti, che 
diventano verdi quando "vedono" che una macchina e vicina al semaforo, e che 
dall'altro lato non sta passando nessuna macchina. 
 
2.3.2 Come la blockchain può essere utile per le connessioni M2M e l’IoT 
La blockchain è una tecnologia rivoluzionaria per il mondo umano: essa potrebbe 
anche essere in grado di aiutare l’economia digitale. Gartner (2014) stima che 
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l’Internet of Things comprenderà 26 miliardi di dispositivi ed un’economia di 
1.9$ biliardi entro il 2020. Una corrispondente criptomoneta è richiesta per 
gestire le transazioni tra questi dispositivi ed i micropagamenti tra dispositivi 
connessi, quindi potrebbe svilupparsi in un nuovo strato dell’economia. Cisco 
stima che le connessioni M2M (machine-to-machine) stiano crescendo più 
velocemente rispetto ad ogni altra categoria (84%), e che non solo il traffico 
globale di internet è cresciuto di tre volte dal 2012 al 2018, ma la composizione 
si sta spostando a favore dei cellulari, WIFI e traffico M2M. Proprio come 
l’economia monetaria permette una migliore, più veloce e più efficiente 
allocazione delle risorse su scala umana, una “machine economy” può fornire un 
sistema robusto e decentralizzato di gestione di questi stessi problemi su scala 
macchine. La tecnologia della blockchain è un modello decentralizzato di 
transazioni trustless peer-to-peer, che significa, al suo livello base, transazioni 
senza intermediari. Comunque, il potenziale cambiamento a transazioni 
decentralizzate e trustless su scala globale per ogni sorta di interazione e 
transazione (uomo-uomo, uomo-macchina, macchina-macchina) potrebbe 
implicare una struttura drasticamente diversa e nuove operazioni che non 
possono ancora essere previste ma dove le correnti relazioni di potere e gerarchie 
potrebbero facilmente perdere la loro utilità.  
L’industria della blockchain è nascente ed attualmente in una fase di grande 
dinamismo ed innovazione. Concetti, terminologia, standard, attori chiave, norme 
ed attitudini industriali verso certi progetti stanno cambiando rapidamente. 
Potrebbe essere che tra un anno da ora, guardando indietro si potrebbe vedere che 
i Bitcoin e la tecnologia blockchain sono diventati obsoleti, sorpassati. Ad 
esempio, un’area con significativi cambiamenti è la sicurezza degli e-wallet dei 
consumatori, una preoccupazione non da poco visto che i raid degli hacker 
possono piagare l’industria delle criptomonete. Il corrente standard sicurezza 
degli e-wallet è ora in larga parte “multisignature” (usando molteplici chiavi 
crittografiche per approvare la transazione), ma la maggior parte degli utenti 
(solo gli early adopters, non i mainstream) non ha ancora aggiornato a questo 
livello di sicurezza. 
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2.3.3 I diversi strati della tecnologia: blockchain, protocollo e moneta 
La terminologia Bitcoin può essere confusa perché la parola Bitcoin è usata 
simultaneamente per denotare tre differenti cose. Primo, Bitcoin si riferisce alla 
sottostante tecnologia blockchain. Secondo, Bitcoin è utilizzato per indicare il 
protocollo che lavora al di sotto della tecnologia blockchain, utile per descrivere 
come gli asset sono trasferiti sulla blockchain. Terzo, Bitcoin denota la moneta 
digitale, Bitcoin, la prima e più estesa tra le criptomonete. 
La tabella 2.1 mostra un utile modo per distinguere i diversi utilizzi. Il primo 
strato è la sottostante tecnologia, la blockchain. La blockchain, come detto in 
precedenza, è un registro decentralizzato e trasparente con le registrazioni delle 
transazioni, il database che è condiviso da tutti i nodi della rete, aggiornato dai 
miners, monitorato da tutti, e posseduto e controllato da nessuno. Essa, come 
detto in precedenza, è come un gigantesco foglio elettronico interattivo a cui tutti 
hanno accesso, aggiornano e confermano che le transazioni digitali trasferenti 
fondi siano uniche. 
Lo strato mediano è il protocollo, ovvero il sistema software che trasferisce le 
monete sul registro della blockchain, mentre l’ultimo strato è la moneta stessa, il 
Bitcoin. Ci sono centinaia di criptomonete, ma Bitcoin è la prima e più estesa. 
 
Criptomoneta Bitcoin (BTC), Litecoin, Dogecoin 
Protocollo Bitcoin Software che eseguono transazioni 
Blockchain dei Bitcoin Registro decentralizzato sottostante 
(Tabella 2.1 – Il sistema stratificato della tecnologia blockchain) 
 
Il punto chiave è che questi 3 strati sono la struttura generale di ogni moderna 
criptomoneta: blockchain, protocollo e moneta. Ogni moneta è tipicamente sia 
una criptomoneta che un protocollo, e potrebbe avere la sua blockchain oppure 
potrebbe basarsi blockchain dei Bitcoin. Per esempio, i Litecoin attualmente 
utilizzano il protocollo Litecoin, che lavora sulla blockchain dei Litecoin. Una 
blockchain separata significa che la moneta ha il suo registro decentralizzato, 
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nello stesso formato e struttura del registro della blockchain dei Bitcoin. Altri 
protocolli, come Counterparty14 hanno la loro moneta (XCP), ma utilizzano la 
blockchain dei Bitcoin, ovvero le loro transazioni sono registrate sul registro 
della blockchain dei Bitcoin. 
 
2.3.4 The double spending problem 
Anche senza considerare i molti possibili usi dei Bitcoin e della tecnologia 
blockchain, Bitcoin, al suo livello più fondamentale, è una svolta chiave nella 
computer science, che ha richiesto 20 anni di ricerche nella crittografia delle 
monete e 40 anni di ricerca in crittografia in generale, da migliaia di ricercatori in 
tutto il mondo. Bitcoin è la soluzione ad una questione di vecchia data per le 
monete digitali: il problema della doppia spesa (in inglese: double spending 
problem). Fino alla crittografia blockchain, i soldi digitali erano, come ogni altro 
elemento digitale, infinitamente copiabili, analogamente alla nostra capacità di 
salvare un allegato email diverse volte, e non c’era modo di confermare che un 
certo lotto di soldi digitali non fosse già stato speso, vista l’assenza un 
intermediario centrale. Attualmente, deve essere presente una terza parte di 
fiducia, come una banca o un altro intermediario come Paypal, all’interno delle 
transazioni; questo soggetto terzo deve tenere un registro che conferma che ogni 
porzione di denaro digitale sia speso solo una volta: questo è il problema della 
doppia-spesa. Un’analoga sfida informatica è il Problema dei Generali Bizantini, 
connotanti la difficoltà di multiple controparti (i generali) sul campo di battaglia 
che non si fidano l’un l’altro ma che necessitano di avere alcuni meccanismi di 
comunicazione coordinati. 
La blockchain risolve il problema della doppia spesa combinando la tecnologia di 
condivisione file peer-to-peer di Bit Torrent con la crittografia a chiave pubblica 
per creare una nuova forma di moneta digitale. La proprietà delle monete è 
registrata nel registro pubblico e confermata da protocolli crittografici e dalla 
community di mining. La blockchain è trustless (letteralmente “senza fiducia”) 
nel senso che l’utente non necessita di fidarsi di un’altra parte o di un 
                                                          
14 Counterparty è una piattaforma per transazioni finanziarie che utilizza la blockchain dei Bitcoin. 
52 
 
intermediario centrale nella transazione, ma necessita di fidarsi del sistema: il 
sistema software del protocollo blockchain. Il registro della blockchain può 
essere ispezionato pubblicamente con i “block explorers”, siti Internet come 
www.Blockchain.info per la blockchain dei Bitcoin dove si può vedere la 
sequenza delle transazioni tramite l’inserimento di un indirizzo blockchain (un 
indirizzo con chiave pubblica dell’utente, come ad esempio 
1DpZHXi5bEjNn6SriUKjh6wE4HwPFBPvfx). 
 
2.4 Crittografia 
 
2.4.1 Crittografia asimmetrica 
La crittografia è la scienza che si occupa di proteggere delle informazioni 
rendendole incomprensibili a chiunque le dovesse intercettare, in modo che 
possano essere lette e capite solo dal destinatario. Il messaggio da proteggere 
viene detto testo in chiaro, mentre quello “trasformato” in modo da essere 
incomprensibile viene detto testo cifrato; la trasformazione da testo in chiaro a 
testo cifrato si dice cifratura, mentre la trasformazione inversa si dice decifratura. 
La trasformazione crittografica è detta algoritmo di cifratura, e specifica la 
procedura che trasforma il testo in chiaro in quello cifrato. Questa trasformazione 
è parametrica, e il parametro è detto chiave: questo significa che la 
trasformazione in sé è soltanto un procedimento, che però per essere attuato ha 
bisogno di un'informazione ulteriore, da cui dipende il risultato. Per decifrare il 
messaggio non basta conoscere l’algoritmo di cifratura utilizzato, ma è 
necessario conoscere anche la chiave. In genere nello studio degli algoritmi 
crittografici e della loro sicurezza si ipotizza che l'algoritmo sia noto a tutti e che 
ciò che non è noto sia esclusivamente la chiave: questo perché oggi si considera 
inaffidabile un sistema crittografico la cui sicurezza si basi sulla segretezza 
dell’algoritmo. La crittografia tradizionale si basa sul meccanismo descritto in 
figura 1, per cui cifratura e decifratura sono effettuate utilizzando la stessa 
chiave: per questo si parla di crittografia simmetrica, o anche, dato che tale 
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chiave deve essere nota solo ai due interlocutori, di crittografia a chiave segreta. 
Un noto algoritmo di questo tipo è il DES15 (Data Encryption Standard).  
 
 
(Figura 2.1 - Crittografia simmetrica) 
 
Il grosso problema di questo approccio è però la distribuzione delle chiavi: se due 
interlocutori vogliono usare un algoritmo di questo tipo per comunicare in modo 
sicuro devono prima accordarsi in qualche modo sulla chiave, per esempio 
vedendosi di persona. Dato che il canale che usano per la trasmissione dei 
messaggi non è sicuro, altrimenti non avrebbero bisogno di cifrarli, non possono 
infatti utilizzarlo per trasmettere la chiave. Il problema è stato risolto in tempi 
relativamente recenti, negli anni Settanta, con l’invenzione della crittografia a 
chiave pubblica. Con algoritmi di questo tipo ognuno ha due chiavi: una pubblica 
da distribuire a tutti quelli con cui vuole comunicare, e una privata da tenere 
segreta. Ciò che viene cifrato con la chiave pubblica (operazione che può essere 
fatta da chiunque) può essere decifrato solo con la chiave privata corrispondente 
(operazione che può essere fatta solo dal proprietario della chiave): in questo 
modo non c‘è più il problema di comunicare segretamente la chiave, perché 
questa è nota a tutti; per comunicare in modo sicuro con una persona basta cifrare 
il messaggio con la sua chiave pubblica, come illustrato in figura 2. Gli algoritmi 
di questo tipo sono detti a chiave asimmetrica, e il più noto tra essi è 
probabilmente RSA.  
 
                                                          
15 Si basa su un algoritmo a chiave simmetrica con chiave a 64 bit. 
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(Figura 2.2 - Crittografia asimmetrica) 
 
2.4.2 Crittografia e criptomonete 
Bitcoin è una moneta, soldi digitali, un modo per comprare e vendere su Internet. 
La catena del valore dei Bitcoin è composta da alcuni diversi elementi: 
sviluppatori software, miners, controparti dello scambio, servizi di elaborazione 
commerciale, compagnie di portafogli digitali, ed utenti/consumatori. Da una 
prospettiva di un utente individuale, gli elementi importanti nella trattazione di 
monete sono indirizzo, chiave privata, ed un software per il portafoglio. 
L’indirizzo è dove gli altri possono mandare i Bitcoin ad un determinato utente, 
ovvero la chiave pubblica, mentre la chiave privata è il “segreto crittografico” 
con cui si possono mandare Bitcoin ad altri, infine il software portafoglio è il 
software che si esegue sul computer per gestire i Bitcoin. Non c’è un “account” 
centralizzato su cui bisogna registrarsi con un’altra compagnia; se si ha una 
chiave privata associata ad un indirizzo, si può usare questa chiave privata per 
accedere al denaro associato con questo indirizzo da altri computer o smartphone 
connessi a Internet. Il software di portafoglio può anche tenere una copia della 
blockchain, la registrazione di tutte le transazioni che si sono verificate con 
quella moneta, come parte di uno schema decentralizzato con il quale le 
transazioni in moneta sono verificate. 
 
2.4.3 Servizi di e-wallet e crittosicurezza 
Al momento, i consumatori non possono usare molti aspetti della tecnologia 
blockchain.  Ad esempio, l’autonomia decentralizzata nella forma delle chiavi 
private utilizzate per la sicurezza nell’e-wallet significa che non c’è un numero di 
servizio per i consumatori da chiamare per recuperare la password o per una 
copia della chiave privata. Se la chiave privata viene persa, anche i Bitcoin 
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vengono persi. Questa potrebbe essere un’indicazione che la tecnologia 
blockchain non è ancora matura abbastanza per un’adozione mainstream; è il tipo 
di problema che startup come ad esempio Xapo16 stanno cercando di risolvere. 
C’è l’opportunità, attraverso alcuni tipi di applicazioni standardizzate o servizi 
per il backup di e-wallet (per esempio per portafogli basati su smartphone, tablet 
o laptop persi, rubati o aggiornati), con le quali gli utenti possono verificare lo 
stato della loro chiave privata nel servizio di backup in maniera esatta, sia se lo 
amministrano da soli o fanno affidamento ad un soggetto esterno. La critto-
sicurezza personale è una significativa nuova area per l’educazione dei 
consumatori, in quanto l’interesse è abbastanza alto relativamente agli asset 
finanziari personali e alla protezione delle transazioni.  
Mentre il mercato delle monete alternative cresce, la domanda per e-wallet 
unificati probabilmente aumenterà, perché installare un nuovo portafoglio per, 
diverso dagli altri, è richiesto per molti servizi relativi alla blockchain, quindi è 
facile avere 20 differenti e-wallet che appesantiscono il dispositivo su cui sono 
installati.  
Nonostante la loro attuale disorganizzazione nell’implementazione, le 
criptomonete offrono molti grandi benefici nella crittosicurezza personale. Uno 
dei maggiori vantaggi è che la blockchain è una tecnologia push, gli utenti 
“spingono”, ovvero immettono informazioni rilevanti nella rete solo per una 
determinata transazione, non una tecnologia pull, come una carta di credito o una 
banca, per le quali le informazioni personali degli utenti sono su un file che è 
“tirato”, cioè conservato ed utilizzato ogni volta che è autorizzato. La tecnologia 
della carta di credito non è stata sviluppata per essere sicura su Internet nella 
maniera in cui i modelli blockchain si stanno sviluppando ora. Una tecnologia 
pull richiede database di informazioni personali che sono essenzialmente 
centralizzati, sempre più vulnerabili agli attacchi degli hacker di identità. 
Pagando con i bitcoin a qualsiasi dei 30.000 venditori che li accettano da Ottobre 
2014, significa non avere bisogno di affidare le informazioni finanziarie 
                                                          
16 Xapo è una compagnia svizzera che fornisce portafogli per bitcoin combinati con avanzate tecnologie 
di sicurezza per l’archiviazione. 
56 
 
personali a database centralizzati di venditori. Potrebbe anche implicare minori 
commissioni per le transazioni, in quanto commissioni dei Bitcoin sono molto 
minori rispetto alle commissioni delle carte di credito. 
 
2.5   Public and private blockchains 
Nel corso del 2014, il concetto di “private blockchains” è diventato molto 
popolare. Essenzialmente, invece di avere una rete totalmente pubblica ed 
incontrollata, è anche possibile creare un sistema dove i permessi di accesso sono 
più strettamente controllati, con i diritti a modificare o anche di leggere le 
informazioni presenti nella blockchain ristrette a pochi utenti, pur mantenendo 
molti tipi di garanzie parziali di autenticità e decentralizzazione che la blockchain 
fornisce. Questo sistema è stato un punto di interesse primario da parte delle 
istituzioni finanziarie, ed ha in parte condotto ad una reazione negativa da parte 
di quelli che vedono queste innovazioni come o compromettenti per l’obbiettivo 
della decentralizzazione o l’ultimo atto disperato di intermediari che cercano di 
mantenere una posizione di rilievo.  
Ma nella pratica, quali sono le differenze blockchain pubbliche e private? 
In primo luogo, bisogna evidenziare quali sono esattamente le applicazioni del 
database blockchain: ne esistono generalmente 3 categorie: 
 Public blockchains: è una blockchain che ogni individuo nel mondo può 
leggere, in cui ognuno può inviare transazioni e aspettarsi di vederle 
incluse, nel caso siano valide, ed ognuno può partecipare al “consensus 
process”, ovvero il processo per determinare quale blocco può essere 
aggiunto alla catena ed in che stato si trova. In sostituzione degli 
organismi che garantiscono correttezza e trasparenza in un sistema 
centralizzato, le blockchain pubbliche sono garantite dalle cosiddette 
“cryptoeconomics”, cioè la combinazione di incentivi economici e 
verificazioni crittografiche che si ottiene utilizzando meccanismi come 
proof-of-work e proof-of-stake analizzati nel capitolo precedente. Questo 
processo segue il principio generale che il grado con cui un soggetto può 
avere un’influenza nel consensus process è proporzionale alla quantità di 
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risorse economiche che può apportare. Queste blockchain sono 
generalmente considerate totalmente decentralizzate. 
 Consortium blockchains: una consortium blockchain è una blockchain 
dove il consensus process è controllato da un preselezionato set di nodi. 
Ad esempio, si potrebbe immaginare un consorzio di 15 istituzioni 
finanziarie, ognuna delle quali opera in un nodo; tra di esse, 10 devono 
approvare un nodo per far sì che esso sia validato. Il diritto di leggere la 
blockchain può essere o pubblico o ristretto ai partecipanti. Queste 
blockchains possono essere considerate parzialmente decentralizzate. 
 Fully private blockchains: una fully private blockchain è una blockchain 
dove i permessi di scrittura sono tenuti centralizzati da un’organizzazione, 
quindi leggere i permessi può essere pubblico o ristretto da un’autorità 
arbitraria. Probabili applicazioni includono database management, 
auditing, ecc., all’interno di una singola compagnia. 
In generale, finora c’è stata poca enfasi sulla distinzione tra consortium 
blockchains e fully private blockchains, sebbene essa sia importante: la prima 
fornisce un ibrido tra la caratteristica della “trustless” fornita dalla blockchain 
pubblica e la “single highly-trusted entity” fornita dalla blockchain privata, 
mentre la seconda può essere descritta come un sistema tradizionale centralizzato 
con un in allegato un grado di verificabilità crittografica. Per quanto riguarda la 
discussione di blockchain “private vs public”, in generale l’idea che c’è “one true 
way” per il tipo di blockchain è completamente errata perché entrambe le 
categorie hanno vantaggi e svantaggi.  
Le private blockchains, comparate alle blockchain pubbliche, hanno un certo 
numero di vantaggi: 
 Il consorzio o la compagnia che eseguono una blockchain privata possono 
facilmente, se vogliono, cambiare le regole della blockchain, ripristinare 
transazioni, modificare i saldi ecc. In alcuni casi, come per i registri 
nazionali del catasto, questa funzionalità è necessaria: un tentativo di 
creare un registro del catasto incontrollabile dal governo stesso presto 
potrebbe, nella pratica, evolversi in uno che non è riconosciuto dal 
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governo stesso. Certo, si potrebbe affermare che si potrebbe fare questo su 
un registro pubblico dando al governo la chiave per controllare il 
contratto, ma il contro argomento è che questa soluzione è essenzialmente 
un modo alternativo alla più efficiente strada di avere una private 
blockchain. 
 I validatori sono conosciuti, quindi ogni rischio di un attacco del 51% 
proveniente da una cospirazione di miners è inesistente. 
 Le transazioni sono più economiche, in quanto necessitano solo di essere 
verificate da pochi nodi, degni di fiducia, per cui si può affidare ad essi il 
potere di convalidare le transazioni. Non si necessita quindi della verifica 
da parte di migliaia di computer. Questo è enormemente interessante, in 
quanto le public blockchains tendono ad avere costi di transazione che 
eccedono $0.01 per singola operazione, ma è importante notare che questo 
può cambiare nel lungo termine con l’espansione della tecnologia 
blockchain che promette di portare i costi della public blockchains sotto di 
uno o due ordini di grandezza rispetto ad un efficiente sistema privato di 
blockchain. 
 I difetti possono rapidamente essere aggiustati da interventi manuali. 
Inoltre, l’uso degli algoritmi per la validazione dei blocchi, permette di 
avere tempi di completamento molto brevi per ogni blocco. Miglioramenti 
nella tecnologia delle blockchain pubbliche, possono portare la blockchain 
pubblica molto vicino alla “conferma istantanea” ideale (offrire la 
conclusione dopo 15 secondi piuttosto che il 99,99999% delle conclusioni 
dopo 2 ore come fanno i bitcoin), ma anche le blockchain private 
diventeranno sempre più veloci e la differenza latente non scomparirà. 
 Dato che i permessi di lettura sono ristretti, le blockchain private possono 
fornire un grande livello di privacy. 
 
Dato tutto questo, potrebbe sembrare che le private blockchains siano 
indiscutibilmente la scelta migliore per le istituzioni. Comunque, anche in un 
contesto istituzionale, le public blockchains sono ancora molto accreditate: 
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questo valore giace in misura sostanziale nelle virtù che i promotori delle public 
blockchains propagandano, tra le quali ci sono libertà, neutralità e apertura. I 
vantaggi delle public blockchains sono siti generalmente in due grandi categorie: 
Le public blockchains forniscono un modo per proteggere gli utenti di 
un’applicazione anche dagli sviluppatori della stessa: si è stabilito che ci sono 
certe cose che anche gli sviluppatori di un’applicazioni non hanno l’autorità di 
fare. Da un punto di vista ingenuo potrebbe essere difficile capire perché uno 
sviluppatore di un’applicazione vorrebbe volontariamente rinunciare al potere e 
“mutilare” da solo la sua autonomia. Le più avanzate analisi economiche hanno 
fornito due ragioni del perché. Primo, se un soggetto rende esplicitamente più 
difficile o impossibile per se stesso fare certe cose, molto probabilmente gli altri 
saranno più propensi a fidarsi di esso e ad avere delle interazioni. Secondo, se un 
soggetto non può essere obbligato o messo sotto pressione da un’altra entità, in 
quanto nessuno ha il potere di fare una determinata operazione, anche qualora si 
volesse. Gli sviluppatori possono essere soggetti a pressione e coercizione da 
parte dei governi, infatti “la resistenza alla censura” si lega fortemente a questo 
tipo di argomentazioni. 
Le public blockchains sono aperte, e quindi sono suscettibili di essere utilizzate 
da molti enti e di ottenere effetti di rete. Per dare un esempio particolare, si 
considera il caso del nome di dominio dei depositi. Attualmente, se A vuole 
vendere il dominio a B, c’è un problema di rischio standard di controparte che 
necessita di essere risolto: se A manda per primo, B potrebbe non inviare il 
denaro, e se B manda per primo il denaro allora A può non inviare il dominio. 
Per risolvere questo problema, si hanno degli intermediari centralizzati di 
depositi, ma essi hanno delle commissioni. Invece, se si ha un sistema di nome di 
dominio su una blockchain e del denaro sulla stessa blockchain, si possono 
tagliare i costi rendendoli prossimi allo 0 con gli smart contracts: A può mandare 
il dominio ad un programma che immediatamente lo invia alla prima persona che 
invia il denaro, ed il programma è di fiducia perché esso viene eseguito su una 
blockchain pubblica. È da notare che per fare in modo che questo meccanismo 
lavori efficientemente, servono due classi di asset completamente eterogenei, 
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provenienti da industrie completamente diverse e devono essere sullo stesso 
database.  
La soluzione per un’industria particolare dipende in modo consistente da che tipo 
di industria si tratta. In alcuni casi, il caso di public blockchain è chiaramente 
migliore, in altri un certo grado di controllo privato è semplicemente necessario. 
Come spesso accade nel mondo reale, dipende. 
 
2.6 Applicazioni 
L’entusiasmo divampato in tempi recenti è dovuto alla scoperta che la 
Blockchain ha una gamma di applicazioni tendenzialmente infinite. Può 
permettere a qualunque persona, o gruppo di persone, di collaborare, intessere 
relazioni lavorative, professionali, contrattuali, senza dover fare appello ad 
un’autorità centrale che ne sancisca la validità. Per capire le potenzialità della 
blockchain, basta pensare a quello che fa Bitcoin per i pagamenti di beni e 
servizi, con l’unica differenza che la Blockchain può essere applicata a tutto ciò 
che necessita che una relazione o uno scambio siano garantiti. Può essere 
utilizzata da notai, istituzioni, esperti d’arte, proprietà intellettuale, elezioni 
politiche, quindi tutto ciò che ha a che fare con l’uomo nelle sue relazioni con 
altri uomini. A pensarci, si può definire la Blockchain come una macchina 
perfetta, un algoritmo inattaccabile, che genera e garantisce fiducia tra le persone 
in una comunità.  
E’ la Blockchain la vera forza di Bitcoin. Perché nella Blockchain sono registrate 
tutte le transazioni fatte in Bitcoin dalla prima volta che è stato utilizzato (2009) 
ad oggi, quindi un libro contabile aperto, e controllabile da tutti: tutti possono 
controllare la Blockchain, ma nessuno la può possedere. La ragione è che ogni 
transazione deve essere approvata dal 50%+1 dei nodi della catena di blocchi. 
La blockchain è vista come la più grande innovazione tecnologica dei Bitcoin 
perché si colloca come un meccanismo di prova “trustless”, ovvero senza 
bisogno di fiducia tra le parti di un accordo, di tutte le transazioni sulla rete. Gli 
utenti possono fidarsi del sistema del registro pubblico archiviato ed 
immagazzinato in tutto il mondo su molti diversi nodi decentralizzati. Questo è 
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molto diverso dallo stabilire un rapporto di fiducia e mantenerlo con una 
controparte della transazione, quindi un’altra persona, o un intermediario terzo 
(come una banca). La blockchain come architettura per un nuovo sistema di 
transazioni decentralizzate senza bisogno di fiducia verso un altro soggetto (in 
inglese: decentralized trustless transactions) è l’innovazione chiave. La 
blockchain permette la disintermediazione ed la decentralizzazione di tutte le 
transazioni di qualunque tipo tra tutti i tipi di soggetti su base globale.  
La blockchain aggiunge un intero nuovo livello ad internet per abilitare le 
transazioni economiche, sia nell’immediato con la moneta digitale (in una 
criptomoneta utilizzabile universalmente), sia, nel lungo termine, ai più 
complessi contratti e mercati finanziari. Ogni moneta, contratto finanziario, soft17 
e hard18 asset potrebbero essere trattati con un sistema come la blockchain. 
Inoltre, la blockchain potrebbe essere usata non solo per transazioni, ma anche 
come un sistema di registrazione e di inventario per la registrare, tracciare, 
monitorare e trattare ogni categoria di asset. Una blockchain è letteralmente un 
foglio di calcolo/foglio contabile/foglio elettronico per registrare tutti gli asset, ed 
un sistema di contabilità per trattarli su scala globale che può includere tutte le 
forme di registrazione, inventario e scambio di asset, includendo ogni area della 
finanza, dell’economia e della moneta: hard asset (proprietà fisiche) ed asset 
intangibili (voti, idee, reputazione, intenti, dati sulla salute, ecc.). 
 
2.6.1 La blockchain nell’uso pratico 
La blockchain è già una sorta di “moneta” per Internet, un sistema digitale di 
pagamento, e potrebbe diventare l’’Internet of Money’, connettendo la finanza 
nel modo in cui l’Internet of Things connette le macchine. Valute e pagamenti 
sono la prima e più ovvia applicazione. Valute alternative hanno senso se basate 
su un’unica argomentazione economica: ridurre le commissioni derivanti da 
pagamenti commerciali tramite carte di credito, a livello globale, dal 3% a meno 
                                                          
17 Soft asset: asset tangibile (come le risorse umane) o intangibile (come conoscenze e competenze) che 
normalmente non sono inclusi nel bilancio d’esercizio. 
18 Hard asset: asset tangibili sia fisici (terre, immobili, macchinari ecc.) sia finanziari (soldi, crediti, 
strumenti finanziari ecc.). Questi asset sono inseriti nel bilancio d’esercizio. 
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dell’1% ha ovvi benefici per l’economia, specialmente nei 514$ miliardi di 
dollari del mercato dei pagamenti internazionali, dove le commissioni per le 
transazioni vanno dal 7% al 30%. Inoltre, gli utenti possono ricevere fondi 
immediatamente in portafogli digitali invece che aspettare giorni per un 
trasferimento. Bitcoin e le sue imitazioni potrebbero pavimentare la strada per 
ridefinire le valute, il commercio ed il mondo finanziario così come noi lo 
conosciamo. Più in generale, Bitcoin non è semplicemente una versione migliore 
di Visa, esso ci permette anche di fare cose a cui prima non si sarebbe mai 
pensato: pagamenti e valute sono solo la prima applicazione. La funzionalità 
centrale dell’attuale blockchain è permettere ad ogni transazione di essere 
iniziata e completata direttamente tra due individui tramite Internet. Con questa 
abilità, una criptomoneta può essere una rete aperta e programmabile per il 
commercio decentralizzato di tutte le risorse, ben oltre valute e pagamenti. 
Quindi, la cosiddetta “Blockchain 1.0” utilizzata per valute e pagamenti, è già 
stata estesa nella “Blockchain 2.0” per trarre vantaggio di una funzionalità più 
estesa dei Bitcoin come moneta.  
L’idea chiave è che la funzionalità della blockchain riguardo il registro 
decentralizzato delle transazioni potrebbe essere usato per registrare, confermare, 
e trasferire ogni sorta di contratti e proprietà. La tabella sottostante elenca alcune 
delle differenti classe ed esempi di proprietà e contratti che potrebbero essere 
trasferiti con la blockchain; Satoshi Nakamoto ha iniziato con specifiche 
transazioni di depositi. Tutte le transazioni finanziarie potrebbero essere 
reinventate sulla blockchain, incluse le azioni, private equity, strumenti di 
crowfunding, obbligazioni, fondi comuni, rendite, pensioni ed ogni tipo di 
derivato (futures, opzioni, swap ed altri derivati). 
Anche i registri pubblici possono essere trasferiti sulla blockchain: titoli di terre e 
proprietà, registrazioni di veicoli, licenze di business, certificati di matrimonio e 
di morte. Un’identità digitale può essere confermata con la blockchain attraverso 
patenti di guida, carte d’identità e passaporti registrati su di essa in modo sicuro. 
Le registrazioni private come prestiti, contratti, promesse, firme, testamenti, 
crediti, depositi possono essere archiviati. Attestazioni possono essere eseguite 
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tramite blockchain come prova di assicurazione, prova di proprietà, e 
documentazione notarile. Chiavi di asset fisici, possono essere criptate sulla 
blockchain per accessi controllati a stanze, camere di hotel, automobili a 
noleggio. Gli asset intangibili (come patenti, copyright, prenotazioni ecc.) 
possono anche essere protetti e trasferiti tramite blockchain. Per esempio, per 
proteggere un’idea, invece di registrarla o brevettarla, la si potrebbe criptare sulla 
blockchain e si potrebbe avere una prova di una specifica “merce” registrata con 
una specifica data (datetime stamp) per una futura prova. 
 
2.6.2 Financial services 
Una prima area per il business della blockchain è interfacciare le criptomonete 
con la banca tradizionale ed i mercati finanziari. Ripple Labs, sostenuti da 
venture capital, stanno usando la tecnologia blockchain per reinventare 
l’ecosistema bancario e permettere alle istituzioni finanziarie tradizionali di 
condurre i loro business in maniera più efficiente. La rete di pagamenti di Ripple 
permette alle banche di trasferire fondi e transazioni per scambi esteri 
direttamente tra loro stesse senza un intermediario terza parte, come è richiesto 
ora “le banche regionali possono ora muovere moneta bilateralmente con altre 
banche regionali senza dover inoltrare questi fondi attraverso un intermediario”. 
Ripple sta anche sviluppando una piattaforma di contratti intelligenti (smart 
contracts).  
 
2.6.3 Crowdfunding 
Un altro ottimo esempio di come i servizi finanziari sono stati reinventati con i 
modelli decentralizzati basati sulla blockchain è il crowdfunding. L’idea è che i 
modelli di fundraising peer-to-peer come Kickstarter possano soppiantare la 
necessità del funding tradizionale tramite venture capital per le startup. Però, 
dove precedentemente un servizio centralizzato come Kickstarter o Indiegogo 
erano necessari per abilitare una campagna di crowdfunding, le piattaforme di 
crowdfunding alimentate dalla tecnologia blockchain rimuovono la necessità di 
un intermediario terza parte. Le piattaforme di crowdfunding basate sulla 
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blockchain rendono possibile per una startup raccogliere fondi creando la loro 
moneta digitale e vendendo “azioni crittografiche” ai loro sostenitori iniziali: gli 
investitori in una campagna di crowdfunding ricevono gettoni che rappresentano 
azioni della startup che supportano. 
Alcune delle principali piattaforme di crowdfunding tramite criptomonete 
includono Swarm, un incubatore di startup focalizzate sulle monete digitali che 
ha raccolto 1$ milione nel suo crowdfunding completato nel Luglio 2014. 
Possedendo la sua la sua criptomoneta, Swarcoin, ha dato agli investitori i diritto 
sui dividendi della startup nel portafoglio dell’incubatore.  
 
2.6.4 Smart property  
La blockchain può essere usata per ogni forma di registro, inventario e scambio 
di asset, includendo ogni area della finanza, dell’economia e della moneta, hard 
asset (proprietà fisiche), asset intangibili (voti, idee, reputazione, intenzione, dati 
sulla salute ed informazioni). Utilizzare la tecnologia blockchain in questo modo, 
permette di aprire molte applicazioni funzionali attraverso tutti i segmenti di 
business coinvolti in moneta, marketing e transazioni finanziarie. Le proprietà 
codificate tramite blockchain diventano smart property che sono trattabili tramite 
smart contracts. 
Il concetto generale di una smart property è la nozione di trattare tutte le 
proprietà in modelli basati sulla blockchain. La proprietà potrebbe essere un hard 
asset del mondo fisico come una casa, un’automobile, una bicicletta o un 
computer, oppure un asset intangibile come quote azionarie, prenotazioni o 
copyright (come libri, musica, illustrazioni). Alcuni asset possono essere 
registrati sulla blockchain, pertanto la loro proprietà può essere controllata da 
chiunque abbia la chiave privata, per cui il proprietario può vendere gli asset 
trasferendo la chiave privata all’altra parte. Le smart property, quindi, sono 
proprietà la cui titolarità è controllata tramite la blockchain, utilizzando contratti 
assoggettati alla legge esistente. Per esempio, uno smart contract prestabilito 
potrebbe trasferire automaticamente la titolarità di un veicolo dalla compagnia 
finanziatrice all’individuo proprietario quando tutti i pagamenti del prestito sono 
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stati fatti.  
L’idea chiave di una smart property è controllare la titolarità e l’accesso ad un 
asset avendolo registrato come asset digitale sulla blockchain ed avendo accesso 
alla chiave privata. In alcuni casi, gli hard asset del mondo fisico potrebbero, 
abbastanza letteralmente, essere controllati con la blockchain. La tecnologia 
blockchain offre l’abilità di reinventare l’autenticazione di identità e l’accesso 
sicuro in modi che sono molto più flessibili ed orientati alla domanda in tempo 
reale rispetto a quelli che sono attualmente possibili, integrando elegantemente le 
tecnologie hardware del mondo fisico con le tecnologie software digitali basate 
su internet.  
La smart property contrattata con la blockchain è un nuovo tipo di concetto. Noi 
non siamo abituati ad avere diritti su proprietà definiti crittograficamente ed auto-
applicati tramite codici. Il codice è auto-applicato da infrastrutture tecniche nel 
senso che esso è destinato ad operare sulla base del codice sottostante e non può 
discostarsi. Le smart property basate sulla blockchain quindi contemplano la 
possibilità di un sistema trustless, di un asset management globale e 
decentralizzato oltre che asset organizzati crittograficamente.  
La caratteristica della rete trustless della tecnologia blockchain è un fattore 
chiave nel contesto della smart property e degli smart contracts, infatti permette 
alle smart property di essere commerciate senza la necessità di riporre fiducia in 
terze parti. Questo riduce frodi e commissioni di mediazione, ma permette anche 
la realizzazione di un grande ammontare di transazioni che altrimenti non 
avrebbero mai potuto essere concluse, perché le parti non necessitano di 
conoscersi e fidarsi l’un l’altra. Per esempio, si rende possibile a soggetti d 
nazioni diverse di prestare denaro su internet, usando una proprietà del 
beneficiario del prestito come garanzia: questo dovrebbe rendere il mercato dei 
prestiti più competitivo ed anche i crediti meno costosi. Inoltre c’è la possibilità 
che gli smart contracts eseguiti nella rete trustless potrebbero andare incontro 
minori dispute. Le dispute sui contratti negli USA (44%) e UK (57%) contano il 
maggior numero di contenziosi che potrebbero essere evitati con una maggiore 
precisione nel momento di esposizione dell’accordo, o con un meccanismo di 
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esecuzione automatica. In relazione a questo, come segnala Nick Szabo, teorico 
legale delle criptomonete e degli smart contracts, è il problema generale 
dell’irrazionale processo decisionale umano, che potrebbe essere migliorato con 
un meccanismo automatizzato come gli smart contracts. 
 
2.6.5 Smart contracts  
Un senso generale degli smart contracts basati sulla blockchain emerge già dal 
dibattito sulla smart property. Nel contesto della blockchain, i contratti 
intelligenti o smart contracts significano transazioni blockchain che vanno oltre il 
semplice comprare/vendere nell’ambito delle transazioni valutarie, infatti 
possono avere istruzioni più estensive incorporate al loro interno. In una 
definizione più formale, uno smart contract è un metodo di usare Bitcoin per 
creare un accordo con le persone tramite la blockchain. Un contratto in senso 
tradizionale è un accordo tra due o più parti per fare o non fare qualcosa in 
cambio di qualcos’altro; inoltre, ogni parte deve fidarsi dell’altra in modo da 
svolgere il suo ruolo nell’obbligazione. Gli smart contracts includono lo stesso 
tipo di accordo di fare o non fare, ma essi rimuovono la necessità di ogni tipo di 
fiducia tra le parti. Questo perché uno smart contract è sia definito dal codice sia 
eseguito ed applicato dal codice, automaticamente e senza discrezione. Il codice 
di uno smart contract è definito dal suo creatore, ovvero il soggetto che necessita 
di stipulare un contratto, ma l’esecuzione è automatizzata, in quanto gli smart 
contracts sono protocolli per computer che facilitano, verificano, e fanno 
rispettare la negoziazione o l'esecuzione di un contratto, o che evitano il bisogno 
di una clausola contrattuale. Molti tipi di clausole contrattuali possono quindi 
essere rese parzialmente o integralmente automatizzate, auto-ottemperanti, o 
entrambe le cose. Gli smart contracts aspirano ad assicurare una sicurezza 
superiore alla rispetto a quella esistente e di ridurre i costi di transazione associati 
alla contrattazione. Non a caso, i tre elementi degli smart contracts che li rendono 
differenti sono autonomia, autosufficienza e decentralizzazione. Autonomia 
significa che dopo essere stati lanciato ed eseguito, un contratto ed il suo agente 
inizializzatore non hanno più necessità di essere in contatto. Secondo, gli smart 
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contracts dovrebbero essere autosufficienti, intesa come l’abilità di introdurre 
risorse, come ad esempio raccogliere fondi tramite la fornitura di servizi o 
l’emissione di equity e spendendoli per le risorse richieste. Terzo, gli smart 
contracts sono decentralizzati in quanto essi non si trovano su un singolo server 
centralizzato ma essi sono distribuiti ed auto eseguiti nei vari nodi della rete.  
Il classico esempio utilizzato per dimostrare gli smart contracts nella forma di 
codice eseguito automaticamente è un distributore automatico. A differenza di 
una persona, un distributore automatico si comporta algoritmicamente; lo stesso 
set di istruzioni può essere seguito ogni volta ed in ogni circostanza. Quando un 
soggetto inserisce i soldi e seleziona ciò che si vuole, il distributore rilascia 
l’articolo. Non c’è la possibilità che alla macchina non vada di rispettare il 
codice, o che lo rispetti anche solo parzialmente (fintantoché non si rompa). Uno 
smart contract similmente non può sottrarsi dall’eseguire il codice preimpostato. 
Come Lessing (2006) scrive “code is law” (in italiano: il codice è legge) nel 
senso che il codice sarà eseguito a prescindere da tutto; questo potrebbe essere un 
bene o un male, dipende dalla situazione. Ad ogni modo, è un nuovo tipo di 
tecnologia che si sta inserendo nella società, ragion per cui richiederà un grande 
periodo di assestamento nel caso in cui gli smart contracts basati sulla blockchain 
diventeranno diffusi a livello globale.  
Ci sono molte considerazione sorte dagli smart contracts e dai sistemi di asset 
attivati crittograficamente, in particolar modo riguardo al fatto se ci sia o no la 
necessità di nuove leggi e regolamenti che distinguono tra contratti con codice 
tecnicamente vincolante ed i più legalmente flessibili contratti umani. La 
violazione o la conformità al contratto è a discrezione degli agenti umani, 
situazione che non esiste con la blockchain o altri tipi di contratti basati sui 
codici.  
Potrebbe essere quasi impossibile applicare agli smart contracts la legge 
attualmente in vigore (per esempio, un codice decentralizzato in esecuzione dopo 
il fatto è difficile da controllare, regolare o citare in giudizio per danni); il punto 
finale non è la mancanza di legislazione o una situazione di anarchia, ma c’è la 
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necessità che la struttura legale diventi più attinente e personalizzata alla 
situazione.  
I contratti non rendono niente di possibile che già non lo fosse già in precedenza; 
piuttosto, essi permettono di risolvere comuni problemi in un modo da 
minimizzare la necessità di fiducia tra le parti. La necessità di fiducia ridotta al 
minimo spesso rende le cose più convenienti, portando il giudizio umano fuori 
dall’equazione, permettendo quindi una completa automazione. Un esempio di 
un uno smart contract basato sulla blockchain è un regalo ereditario da parte dei 
nonni al nipote, che diviene disponibile in due casi: quando il nipote diventa 
maggiorenne o il giorno della morte dei nonni. Può essere quindi creata una 
transazione sulla blockchain in modo che non inizi finché non avviene un certo 
evento futuro. Per settare la prima condizione, quella che stabilisce che il nipote 
riceverà l’eredità a 18 anni, viene inserita nel programma la data in cui iniziare la 
transazione, che include oltretutto il controllare se la transazione è già stata 
eseguita. Per settare la seconda condizione, può essere scritto un programma che 
scansiona un database online che riporta le persone decedute, in modo da 
consentire di inviare i fondi automaticamente nel momento della morte dei notti.  
Alla base degli smart contracts c’è la condizione if-then: è possibile costruire 
transazioni in cui i contratti sottostanti prevedano il pagamento solo al verificarsi 
di tutte le condizioni previste dalle parti. Ad esempio: pagare se il treno non è in 
ritardo di più di 30 minuti oppure pagare un libro ordinato via internet solo 
quando il corriere lo ha consegnato ed è stato verificato che corrisponda a quanto 
ordinato e che non sia danneggiato. Dato che il software può dimostrare in modo 
matematico tutto quanto descritto sopra. 
Un altro caso di uso per gli smart contracts consente nel settare pagamenti 
automatici per speculare (ad esempio i limiti di ordini nei mercati finanziari). Un 
programma o uno smart contract può essere scritto in modo che rilasci un 
pagamento quando uno specifico valore di un certo bene di scambio viene 
raggiunto o quando accade qualcosa nel mondo reale (come la notizia di un 
evento di qualsiasi tipo, o il vincitore di una gara sportiva). Gli smart contracts 
potrebbero anche essere impiegati in un sistema di promesse di finanziamento 
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come Kickstarter19. Gli individui fanno promesse online che sono codificate nella 
blockchain, e, solo dopo che l’obiettivo dell’imprenditore che raccoglie fondi 
viene raggiunto, i fondi in Bitcoin saranno rilasciati dai portafogli degli 
investitori. Inoltre, il budget dell’imprenditore, le spese, ecc., potrebbero essere 
tracciate dalle successive operazioni di efflusso dall’indirizzo blockchain che 
riceve il fundraising. 
 
2.6.6 Ethereum: Turing complete virtual machine  
La tecnologia blockchain sta mettendo assieme concetti ed operazioni da diversi 
campi, inclusa l’informatica, la rete di comunicazione, la crittografia e 
l’intelligenza artificiale. Nel piano originale di Satoshi Nakamoto, dovevano 
avvenire tre step per avere uno sviluppo completo della tecnologia, solo due dei 
quali sono stati implementati nei Bitcoin: la blockchain (il registro pubblico 
decentralizzato delle transazioni) ed il protocollo Bitcoin (il sistema di 
transazioni per muovere valore tra gli individui senza un’interazione di terze 
parti). Però, per le applicazioni più complicate della Blockchain 2.0, come la 
registrazione ed il trasferimento di asset più complessi come smart property e 
smart contracts, c’è bisogno di un terzo passo, comprendente un più robusto 
sistema di elaborazione, ed infine, della Turing completeness (l’abilità di 
eseguire ogni moneta, protocollo, o blockchain). Nakamoto immaginava non solo 
di inviare denaro dal punto A al punto B, ma di avere una moneta programmabile 
e piena di caratteristiche attivabili. Un progetto di un’infrastruttura blockchain 
che sta puntando a portare a termine il terzo step è Ethereum. 
 
2.7 Ethereum: il progetto per la creazione di smart contracts  
Ethereum è una piattaforma decentralizzata del Web 3.020 per la creazione e 
pubblicazione peer-to-peer di contratti intelligenti (smart contracts) creati in un 
linguaggio di programmazione Turing completo, Turing completeness in inglese. 
                                                          
19 Kickstarter è un sito web di crowdfunding per progetti creativi. 
20 Il Web 3.0 è un termine a cui corrispondono significati diversi volti a descrivere l'evoluzione 
dell'utilizzo del Web e l'interazione fra gli innumerevoli percorsi evolutivi possibili. Questi includono:     
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2.7.1 Turing completeness 
Nella teoria della computabilità, un sistema di regole di manipolazione dati 
(come ad esempio un set di istruzioni di un computer, un linguaggio di 
programmazione, o l’automazione di un cellulare) è detta essere Turing complete 
(letteralmente Turing completo) o computazionalmente universale, se ha lo 
stesso potere computazionale di una macchina di Turing universale. Il concetto 
prende il nome dal matematico inglese Alan Turing. 
Una macchina che può agire come una macchina di Turing può, in linea di 
principio, eseguire qualsiasi calcolo, senza però dare nessuna garanzia sul tempo 
di esecuzione o sulla memoria utilizzata. Siccome le macchine di Turing sono 
molto probabilmente impossibili da realizzare, in quanto richiedono memoria 
illimitata, il termine Turing completeness è spesso attribuito a macchine fisiche o 
a linguaggi di programmazione che sarebbero universali se avessero memoria 
illimitata. 
 
2.7.2 Cos’è Ethereum 
Ethereum è una piattaforma blockchain aperta che permette ad ognuno di 
costruire ed usare applicazioni decentralizzate, le quali vengono eseguite sulla 
tecnologia blockchain. Come i Bitcoin, nessuno controlla o possiede Ethereum: è 
un progetto open-source costruito da molte persone in tutto il mondo. L’elemento 
di differenza dal protocollo Bitcoin è che Ethereum è stato disegnato per essere 
flessibile ed adattabile, infatti è semplice creare nuove applicazioni su di esso.  
La blockchain è la base tecnologica dei Bitcoin, descritti per la prima volta da 
Satoshi Nakamoto nel suo documento “Bitcoin: A Peer-to-Peer Electronic Cash 
System”, pubblicato nel 2008. Nel caso di Bitcoin, il database distribuito è 
concepito come un tavolo di bilanci, un registro, e le transazioni sono 
trasferimenti di bitcoin per facilitare la finanza trustless tra individui. Ma come i 
bitcoin hanno cominciato ad attrarre grande attenzione degli sviluppatori, nuovi 
                                                          
trasformare il Web in un database, cosa che faciliterebbe l'accesso ai contenuti da parte di molteplici 
applicazioni che non siano dei browser; sfruttare al meglio le tecnologie basate sull'intelligenza artificiale. 
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progetti hanno cominciato ad usare la rete bitcoin per proposte che vanno oltre il 
mero trasferimento di moneta. Molte di queste, hanno preso la forma di 
“altcoins”, blockchain separate con criptomonete loro che migliorano il 
protocollo originale dei bitcoin per aggiungere nuove caratteristiche e capacità. 
Nel tardo 2013, l’inventore di Ethereum Vitalik Buterin, ha proposto una singola 
blockchain con la capacità di essere riprogrammata per eseguire qualsiasi 
computazione arbitrariamente complessa. 
Nel 2014, i fondatori di Ethereum Vitalik Buterin, Gavin Wood and Jeffrey 
Wilcke hanno iniziato a lavorare su una blockchain next-generation che ha 
l’ambizione di implementare una generale e pienamente trustless piattaforma per 
l’esecuzione di smart contracts. 
 
2.7.3 Ethereum virtual machine 
Ethereum è una blockchain programmabile. Piuttosto che dare agli utenti un set 
di operazioni predefinito (come le transazioni in Bitcoin), Ethereum permette ad 
essi di creare le loro operazioni in maniera del tutto autonoma e della complessità 
che desiderano. In questo modo, essa è una piattaforma utilizzabile per molti 
differenti tipi di applicazioni per blockchain decentralizzate, includendo le 
criptomonete, ma non limitandosi ad esse. 
Ethereum in senso stretto si riferisce ad una suite di protocolli che definiscono 
una piattaforma per applicazioni decentralizzate. Al cuore di questa, c’è la 
Ethereum Virtual Machine (“EVM”), la quale può eseguire codici di una 
complessità algoritmica arbitraria. In termini della computer science, Ethereum è, 
come detto, Turing complete. Gli sviluppatori possono creare applicazioni che si 
eseguono sull’EVM usando linguaggi di programmazione intuitivi modellati su 
esistenti linguaggi come javascript e phyton. 
Come ogni blockchain, Ethereum include anche protocolli di rete peer-to-peer. Il 
database della blockchain di Ethereum è gestito e aggiornato dai molti nodi 
connessi alla rete, ogni nodo della rete esegue l’EVM e le istruzioni in esso 
contenute. Per questa ragione, Ethereum è a volte descritto in maniera evocativa 
come un “computer del mondo”. Questo processo rende la potenza di calcolo su 
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Ethereum di gran lunga più lenta e più costosa rispetto ad un computer 
tradizionale, infatti ogni nodo di Ethereum esegue l’EVM in modo da mantenere 
i consensi lungo la blockchain. Il consenso decentralizzato dà ad Ethereum un 
estremo livello di tolleranza dei difetti, assicura tempi di inattività nulli, e fa 
un’archiviazione di dati sulla blockchain impossibile da cambiare e resistente alla 
censura. 
La piattaforma Ethereum stessa è priva di tratti distintivi. Simile ai linguaggi di 
programmazione, spetta agli imprenditori e agli sviluppatori decidere quello per 
cui dovrebbe essere utilizzata. Comunque, è chiaro che certi tipi di applicazioni 
hanno più benefici di altri per via delle capacità di Ethereum: nello specifico, 
Ethereum è particolarmente adatta ad applicazioni che automatizzano la diretta 
interazione tra i peer o facilitano azioni di gruppo coordinate attraverso la rete. 
Per esempio, applicazioni per coordinare mercati peer-to-peer o l’automazione di 
complessi contratti finanziari; i Bitcoin permettono agli individui di scambiare 
soldi senza coinvolgere un intermediario come istituzioni finanziarie, banche, o 
governi, ma l’impatto di Ethereum potrebbe essere di più ampia portata. In teoria, 
le interazioni finanziarie o gli scambi di qualsiasi complessità potrebbero essere 
effettuati automaticamente ed in maniera affidabile usando codici eseguibili su 
Ethereum. Inoltre, al di là delle applicazioni finanziarie, qualsiasi ambiente dove 
fiducia, sicurezza, e stabilità sono importanti, per esempio, registri di asset, voti, 
governance, ed Internet of Things, potrebbe essere modificato in maniera 
massiccia dalla piattaforma Ethereum. 
 
2.7.4 Come funziona la piattaforma Ethereum?  
Ethereum incorpora molte caratteristiche e tecnologie familiari agli utilizzatori 
dei Bitcoin, mentre introduce anche molte modificazioni ed innovazioni. 
L’unità di base di Ethereum è il conto (account). La blockchain di Ethereum 
traccia lo stato di ogni conto e tutte le transizioni di stato registrate sulla 
blockchain di Ethereum sono costituite da trasferimenti di valuta ed informazioni 
tra conti. Ci sono due tipi di conti: 
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 Externally Owned Accounts (EOAs), i quali sono controllati da chiavi 
private, quindi da individui; 
 Contract Accounts, i quali sono controllati dai codici a loro associati e 
possono essere creati solo da un EOA. 
Per molti utenti, la differenza base tra questi due tipi di conti è che sono gli utenti 
umani a controllare gli EOA per il semplice fatto che essi gestiscono le chiavi 
private che danno il controllo di un EOA. I Contract Accounts, d’altra parte, sono 
governati dai loro codici interni e sono quindi “controllati” da utenti umani, 
poiché sono programmati per essere controllati da un EOA con un certo 
indirizzo, che è a sua volta controllato da chiunque abbia le chiavi private che 
controllano quello specifico EOA. Il termine popolare riferito al codice in un 
Contract Account è “smart contracts”: sono programmi che si eseguono quando 
una transazione è inviata a questo conto. Gli utenti creano nuovi contratti tramite 
l’impiego del codice sulla blockchain. Gli smart contracts associati ai conti 
portano a termine un’operazione solo quando ricevono istruzioni di fare una 
determinata azione da un EOA. In questo modo è possibile per un Contract 
Account eseguire solo se indotto da un EOA.  
Come nei Bitcoin, gli utenti devono pagare piccole commissioni di transazione 
alla rete. Questo protegge la blockchain di Ethereum da operazioni 
computazionali inconsistenti o effettuate in malafede, come attacchi di Denial of 
Service o loop infiniti21. Il mittente di una transazione deve pagare per ogni step 
del “programma” che attiva, inclusi i calcoli e l’archiviazione in memoria. 
Queste commissioni sono pagate in ammontare nella valuta nativa di Ethereum, 
ether, e sono incassate dai nodi che convalidano la rete. Questi “miners” sono 
nodi nella rete di Ethereum che ricevono, diffondono, verificano ed eseguono le 
transazioni. I miners in seguito raggruppano le transazioni, che includono molti 
aggiornamenti allo “stato” dei conti nella blockchain di Ethereum, in quelli che 
vengono chiamati “blocchi”; i miners dopo concorrono tra loro per far sì che il 
loro blocco sia il prossimo aggiunto alla blockchain. I miners sono ricompensati 
                                                          
21 Nel linguaggio informatico per loop infinito si intende un algoritmo o un frammento di codice sorgente 
formulato per mezzo della ripetizione di sé stesso un numero infinito di volte (infiniti cicli iterativi). 
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con gli ether per ogni blocco che scavano con successo. Questo fornisce 
l’incentivo economico per le persone che dedicano hardware ed elettricità alla 
rete di Ethereum. 
Proprio come nella rete Bitcoin, i minatori hanno il compito di risolvere un 
complesso problema matematico al fine di “scavare” un blocco con successo, 
rappresentato dal meccanismo “Proof-of-work”. In modo da scoraggiare la 
centralizzazione dovuta all’uso di hardware specializzati, come è successo nella 
rete Bitcoin, Ethereum ha scelto un problema computazionale memory-hard. Se 
il problema richiede memoria in aggiunta a quella posseduta dalla CPU, 
l’hardware ideale sarebbe infatti il computer generale. Questo permette al Proof-
of-Work di Ethereum di avere una distribuzione più decentralizzata di sicurezza 
rispetto alle blockchain la cui attività di mining è dominata da hardware 
specializzati, come Bitcoin. 
 
2.7.5 Storia di Ethereum 
Ethereum è stato inizialmente descritto da Vitalik Buterin come risultato della 
sua ricerca e lavoro nella community dei Bitcoin. Poco dopo, Vitalik ha 
pubblicato il “white paper” di Ethereum, dove ha descritto in dettaglio la 
progettazione tecnica e la base logica per il protocollo Ethereum e l’architettura 
degli smart contracts. Nel Gennaio 2014, Ethereum è stato formalmente 
annunciata da Vitalik alla North American Bitcoin Conference a Miami, Florida, 
USA. 
In quel periodo, Vitalik ha anche cominciato a lavorare con il Dr Gavin Wood ed 
insieme hanno co-fondato Ethereum. Dall’Aprile 2014, Gavin ha pubblicato 
L’Ethereum Yellow Paper che servirebbe come la specificazione tecnica per la 
Ethereum Virtual Machine (EVM). Seguendo la specificazione dettagliata nel 
Yellow Paper, il client di Ethereum è stato implementato in sette linguaggi di 
programmazione (C++, Go, Python, Java, JavaScript, Haskell, Rust), ed è 
risultato il miglior software nel complesso. 
Oltre a sviluppare il software per Ethereum, l’abilità di lanciare una nuova 
criptomoneta e la blockchain richiedono uno sforzo massiccio per assemblare le 
75 
 
risorse necessarie per l’avvio e l’esecuzione. Al fine di avviare una larga rete di 
sviluppatori, miners, investitori ed altri stakeholders, Ethereum ha annunciato il 
suo piano per condurre una prevendita di gettoni ether, l’unità di moneta di 
Ethereum. La complessità legale e finanziaria di raccogliere fondi attraverso una 
prevendita conduce alla creazione di diverse entità legali, inclusa l’Ethereum 
Foundation fondata nel Giugno 2014 a Zugo in Svizzera. 
Cominciato nel Luglio 2014, Ethereum ha distribuito l’allocazione iniziale di 
ether tramite una prevendita pubblica di ether di 42 giorni, guadagnando al netto 
31.591 bitcoin, per un patrimonio di $18.439.086 a quel tempo, in cambio di 
cerca 60.102.216 ether. Il risultato della vendita è stato inizialmente usato per 
pagare il precedente ammontare di debiti legali ed anche per i mesi di sforzi di 
sviluppo che dovevano ancora essere compensati e per finanziare il continuo 
sviluppo di Ethereum. 
Tra il 2014 ed il 2015 la community di sviluppatori è stata invitata a testare i 
limiti della rete. La rete Ethereum Frontier è stata lanciata il 30 Luglio 2015, e gli 
sviluppatori hanno iniziato a scrivere smart contracts ed applicazioni 
decentralizzate da implementare sulla rete Ethereum dal vivo. In aggiunta, i 
miners hanno iniziato a unirsi alla rete Ethreum per aiutare la sicurezza della 
blockchain Ethereum e guadagnare ether dai blocchi estratti. Anche se la relase 
frontier è la prima pietra miliare nel progetto Ethereum ed è stato pianificato per 
l’uso degli sviluppatori come versione beta, si è rivelata essere più capace e 
affidabile quanto ci si aspettasse, e gli sviluppatori si sono affrettati a costruire 
soluzioni e migliorare l’ecosistema di Ethereum. 
 
2.8    I mercati finanziari 
“Diverse istituzioni finanziarie hanno già creato i cosiddetti innovation labs che 
si occuperanno esclusivamente delle tecnologie blockchain” scrive Thomas F. 
Dapp (2015) di Deutsche Bank sul forum di ricerca della compagnia. “Tuttavia, 
le borse, le aziende di carte di credito e gli assicuratori stanno sempre più 
concentrando gli sforzi sulla tecnologia e sull’analisi del potenziale del 
protocollo peer-to-peer per i loro scopi.” 
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2.8.1 Cos’è un mercato finanziario e varie tipologie 
In linea generale, un mercato finanziario, in economia e nella finanza è un luogo 
nel quale vengono scambiati strumenti finanziari di varia natura a medio o lungo 
termine. In modo analogo, la CONSOB li definisce come “i luoghi” dove è 
possibile acquistare o vendere strumenti finanziari (azioni, obbligazioni, derivati, 
quote di fondi ecc.)”.  
Una prima distinzione si può fare fra: 
 Mercato primario: dove si acquistano i titoli al momento dell’emissione; 
 Mercato secondario: rappresentato dai mercati finanziari dove si 
acquistano titoli da chi li ha già sottoscritti. 
I mercati finanziari non sono più luoghi fisici ma piattaforme informatiche (“sedi 
di negoziazione”) dove si “incrociano” le proposte di acquisto e di vendita di 
strumenti finanziari immesse nel sistema telematicamente. 
I “mercati” operanti in Italia possono essere suddivisi in tre categorie: mercati 
regolamentati, Sistemi multilaterali di negoziazione (MTF) e Internalizzatori 
sistematici. 
I mercati regolamentati sono sistemi dove, nel rispetto di un regolamento, 
vengono immesse da più intermediari, per conto proprio o dei loro clienti, 
proposte di vendita e di acquisto di strumenti finanziari. Le proposte trovano 
esecuzione l’una contro l’altra, abbinandosi con le proposte di segno contrario 
(ma compatibili per prezzo e quantità) immesse nel sistema da altri intermediari, 
senza l'interposizione del gestore del mercato (questo sistema di negoziazione è 
detto di tipo multilaterale). Sono gestiti da società di gestione del mercato, 
autorizzate dalla CONSOB, che adottano un regolamento approvato dalla stessa 
CONSOB.  
Importante caratteristica è l’ampiezza delle informazioni disponibili per gli 
investitori relativamente all'emittente gli strumenti finanziari negoziati 
(situazione finanziaria, fatti rilevanti che lo riguardano, maggiori azionisti, 
soggetti che esercitano il controllo sulla società) e agli stessi strumenti finanziari 
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(caratteristiche, vendite allo scoperto significative di azioni, azioni acquistate o 
vendute dal Top Management dell'emittente). 
 I sistemi multilaterali di negoziazione (MTF) per molti aspetti sono simili ai 
Mercati regolamentati in quanto sono sistemi di negoziazione multilaterale, 
autorizzati dalla CONSOB e disciplinati da regole sottoposte alla stessa 
CONSOB. Possono però essere gestiti anche da soggetti diversi da società di 
gestione del mercato (ad esempio banche o SIM) purché autorizzati allo specifico 
servizio di investimento della gestione di sistemi multilateriali di negoziazione. 
Anche il set informativo a disposizione è meno ampio; non sono ad esempio 
previsti meccanismi di pubblicità relativamente ai maggiori azionisti, al controllo 
della società e alle operazioni dal compiute da amministrazioni, sindaci e 
dirigenti su titoli dell’emittente (Top managers). 
Gli internalizzatori sistematici sono intermediari (soprattutto banche) abilitati al 
servizio di investimento di negoziazione per conto proprio che, in modo 
organizzato, frequente e sistematico, negoziano strumenti finanziari per conto 
proprio, eseguendo gli ordini dei clienti. Si tratta di un sistema di negoziazione 
bilaterale (e non multilaterale) perché l’unico intermediario presente è proprio 
l’internalizzatore sistematico che si interpone in ogni operazione, acquistando, al 
prezzo da esso stesso stabilito, dai clienti che vogliono vendere e vendendo a 
quelli che vogliono acquistare. Non sono previste norme particolari per quanto 
riguarda le informazioni sugli emittenti i titoli negoziati esclusivamente su tali 
sistemi.  
È inoltre possibile acquistare o vendere strumenti finanziari anche al di fuori dei 
mercati, detti over the counter. Queste operazioni avvengono in genere in 
contropartita con il proprio intermediario abilitato. 
 
2.8.2 Storia dei mercati finanziari 
La prima compravendita di titoli nella storia dell’umanità si fa risalire al 1500 
nella città belga di Bruges: i titoli scambiati dai mercanti rappresentavano un 
credito o una merce in arrivo da paesi lontani, che non potevano essere 
materialmente scambiati. Questa sorta di mercato organizzato si teneva in un 
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palazzo di proprietà della famiglia dei Van der Bourse, il cui stemma era 
rappresentato da tre borse, dal cui nome si farebbe derivare la denominazione di 
Borsa.  
Alcuni studiosi affermano che il vocabolo Borsa deriverebbe invece dal nome 
della famiglia dei mercanti veneziani Della Borsa e che sarebbe stato trasformato 
in olandese Van der Bourse nel XIV secolo perché il cognome indicava 
chiaramente l’origine italiana. 
Quella di Bruges non può essere definita una Borsa vera e propria; pertanto, 
viene unanimemente considerata come la prima Borsa Valori della storia quella 
istituita nel 1531 nella città tedesca di Anversa, che prese il posto di Bruges come 
luogo di incontro di mercanti e banchieri per la conclusione dei loro traffici. I 
prezzi delle merci venivano contrattati da questi “operatori” in un determinato 
edificio, la Borsa appunto, il cui nome traeva origine dal palazzo di Bruges. 
Nel corso della seconda metà del 1500 e poi a seguire nei secoli successivi, 
fiorirono nel vecchio continente un certo numero di Borse. In questi anni, XVI 
secolo, iniziarono a svilupparsi nei grandi centri “borsistici” operazioni di 
prestito a favore di monarchi ed erano stati emessi una serie di titoli di debito 
pubblico negoziabili, che erano entrati a far parte degli affari di borsa: si 
iniziarono così a negoziare le prime obbligazioni statali. Si cominciarono anche 
le negoziazioni di quote di comproprietà di imprese, che erano state costituite in 
forma di società per azioni in virtù degli enormi guadagni conseguiti dalle 
compagnie coloniali sorte in Olanda e Inghilterra. 
In Francia, le prime Borse si fanno risalire a quelle di Lione del 1548, di Tolosa 
del 1549, di Rouen del 1556 e di Bordeaux del 1571, mentre per la nascita della 
Borsa di Parigi si deve attendere fino al 1724. 
In Inghilterra, si deve a Sir Thomas Gresham, responsabile degli scambi in valuta 
della regina Elisabetta, la creazione della Royal Exchange, il quale, dopo aver 
trascorso qualche tempo ad Anversa, fondò nella City a Londra nel 1564 la Borsa 
inglese, per il commercio della carta internazionale.  Terminato il suo ruolo nel 
1771, nel 1773 per opera di alcuni broker viene costruito il palazzo della Borsa e 
il 3 marzo 1801 si aprono le prime contrattazioni alla London Stock Exchange a 
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cui si accede sottoscrivendo un atto formale: la nascita della Borsa di Londra 
risale proprio al periodo di questi primi scambi regolamentati. 
In Olanda, si assistette nel 1609 all’affermarsi della Borsa di Amsterdam come il 
più grande centro di affari e la prima Borsa moderna d'Europa, dopo il declino 
delle Borse di Bruges e di Anversa. 
In Germania, dopo la prima Borsa che fu quella di Anversa, molte altre città 
tedesche cominciarono a organizzare le proprie Borse, mentre l’istituzione della 
maggiore Borsa tedesca e una delle più importanti del mondo, quella di 
Francoforte avviene solamente nel 1946. In Austria, la fondazione della Borsa di 
Vienna risale al 1771. 
Infine, negli Stati Uniti d’America, il 17 maggio 1792 nacque la Borsa più 
grande e più importante del mondo, anche conosciuta come “The Big Board”, il 
New York Stock Exchange, NYSE, situato nella nota strada di Wall Street, dove 
si trova tuttora. 
In Italia, già durante il Medioevo e il Rinascimento si erano sviluppati dei 
mercati organizzati pubblici come il Mercato nuovo di Firenze o il Rialto di 
Venezia o come le fiere dei cambi. La prima Borsa vera e propria fu istituita a 
Venezia nel 1600; in seguito sorsero le Borse di Trieste nel 1775, di Roma nel 
1802, di Milano e di Firenze entrambe nel 1808, di Napoli nel 1810, di Torino 
nel 1850, di Genova nel 1855, di Bologna nel 1861 e di Palermo nel 1862. 
La Borsa Valori di Milano fu istituita nel gennaio del 1808, attraverso un decreto 
napoleonico del Vicerè d’Italia Eugenio di Beauharnais, e il suo primo presidente 
fu Carlo Ciani, che aveva dietro di se una grande tradizione di banchieri e uomini 
d’affari. 
Verso la fine del diciannovesimo secolo, in Italia erano presenti le Borse di 
Venezia, Trieste, Roma, Firenze, Napoli, Torino, Genova, Bologna e Palermo, e 
tra loro quella di Milano è da sempre considerata la Borsa più importante del 
nostro Paese.  
La prima sede della Borsa di Milano fu il Monte di Pietà, dove essa venne 
istituita. Pochi mesi dopo, a causa dell’inadeguatezza della sede, venne trasferita 
per un breve periodo nel Fabbricato della piazza dei Tribunali sino al 29 
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settembre 1808, quando venne inaugurata la sede nel Palazzo dei Giureconsulti. 
In seguito, a causa di alcune ristrutturazioni del Palazzo dei Giureconsulti, la 
Borsa occupò tra il 1887 e il 1890 il Ridotto del Teatro alla Scala. 
Agli inizi del ‘900, precisamente l’8 ottobre 1901, fu inaugurata una sede 
nell’attuale palazzo delle Poste in Piazza Cordusio, e nel 1932 si ebbe la sede 
definitiva nel Palazzo Mezzanotte, dal nome dell’architetto che lo ha progettato, 
situato in Piazza degli Affari. 
Si estendeva su un’area di quasi 6.500 mq e ospitava una galleria a portici, che si 
poteva definire una vera piazza coperta per i servizi e gli operatori, un salone 
ovale per le contrattazioni, un servizio telegrafico e postale, un albergo diurno, 
un bar, un ristorante, servizi amministrativi, una biblioteca e un locale di lettura, 
e separati dal resto i borsini, dove vi erano gli operatori. Nel dicembre del 1987, 
per consentire il restauro di Palazzo Mezzanotte, si inaugurò la sede provvisoria 
del Gabbiotto. Oggi Palazzo Mezzanotte, sede della Borsa Italiana S.p.A., società 
che gestisce la Borsa Valori, non ospita più indaffarati agenti di cambio tesi a 
scambiare titoli, ma dei “freddi” calcolatori sui quali si incontrano la domanda e 
l’offerta di operatori del mondo. 
Queste le tappe più importanti che hanno consentito il passaggio dal mercato 
“alle grida” alla Borsa telematica. 
All’inizio le Borse ospitavano lo scambio sia di merci sia di valute e titoli; 
successivamente, nel 1913, si assistette alla separazione tra il mercato delle merci 
e quello dei titoli, e da quel momento, fu possibile parlare di Borsa Valori in 
termini appropriati, cioè di un mercato nel quale si scambiavano esclusivamente 
valori mobiliari. 
Altra tappa di transizione molto importante è rappresentata dall’anno 1991 con la 
direttiva della Comunità Europea sull’intermediazione mobiliare e i servizi di 
investimento, che ha avviato il processo di privatizzazione dei mercati finanziari. 
La Borsa Valori di Milano era, come le altre Borse, un mercato pubblico, 
disciplinato da leggi dello Stato e regolamenti degli organi di controllo. La legge 
2 gennaio 1991 n. 1, istituì il Consiglio di Borsa, attivo dal febbraio 1993, al 
quale vennero affidate le competenze organizzative, tecniche e consultive dei 
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precedenti organi locali, mentre l’attività di vigilanza, gestione e organizzazione 
dei mercati rimase alla Consob. 
Il 1991 è importante anche in relazione alle modalità di negoziazione. Sino ad 
allora, le contrattazioni avvenivano “alle grida” e si svolgevano in particolari 
recinti, chiamati corbeilles, nei quali gli agenti di cambio compravano e 
vendevano azioni, gridando e gesticolando le loro proposte di affari. In questi 
recinti, si svolgevano le operazioni relative all’accertamento dei prezzi ufficiali e 
alla redazione dei listini, e i prezzi venivano trasmessi a un funzionario, che si 
trovava al centro del recinto, il quale era incaricato di raccogliere le notifiche, e a 
fine giornata il comitato direttivo degli agenti di cambio definiva il listino 
ufficiale. Le contrattazioni erano divise in tre fasi: l’apertura, la fase del durante e 
la chiusura o fase di compilazione del listino. 
Il passaggio verso il mercato telematico si concluse nell’aprile del 1994, con la 
migrazione completa delle negoziazioni a un sistema di reti informatiche 
interconnesse, e in questo modo ogni transazione venne effettuata attraverso un 
computer, e ogni intermediario immetteva gli ordini dalla propria sede. 
Il Decreto legislativo 23 luglio 1996, n. 415 sancì il passaggio di consegne 
dell’attività di organizzazione e gestione dei mercati regolamentati dall’autorità 
pubblica all’impresa privata, e un anno dopo il Consiglio di Borsa costituì la 
società Borsa Italiana S.p.A. con sede a Milano, il quale azionariato era 
composto da banche, SIM e altri intermediari e attori del mercato. In 
contemporanea furono chiuse le preesistenti dieci Borse Valori (Milano, Roma, 
Trieste, Venezia, Napoli, Torino, Genova, Firenze, Bologna e Palermo) e gli 
scambi concentrati presso la sede di Milano. 
Alla nuova società furono affidati, tra i mercati regolamentati che allora 
esistevano, la Borsa valori, il Mercato Ristretto, l’IDEM e il MIF mentre il 
rimanente, l’MTS, fu affidato alla MTS S.p.A, e un l’anno successivo la Borsa 
Italiana S.p.A. divenne una società di gestione dei mercati, acquisendo una certa 
operatività ed emanando come proprio il Regolamento dei mercati organizzati e 
gestiti dalla Borsa Italiana S.p.A. 
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2.8.3 Il settore “Fintech” 
Il settore Fintech riguarda il processo di digitalizzazione dei servizi finanziari; è 
più che triplicato dal 2008 superando i 4 miliardi di dollari nel 2014. La 
prospettiva è di raggiungere 8 miliardi di dollari nella sola area di New York. 
Sia la definizione che la percezione comune di cosa sia “tech” sono notevolmente 
cambiate nel corso degli ultimi 40 anni. 
A metà degli anni ‘70, la parola “tech” definiva solo la fabbricazione tecnologica 
e il settore era principalmente composto da produttori di elettronica. Con 
l’avvento del personal computer, la definizione si è ampliata e negli anni ‘80 ha 
incluso anche il settore del software. Tra il 1990 e il 2000, la definizione si è di 
nuovo dilatata e sono entrate nel mercato le società Internet come AOL e Yahoo, 
e più tardi Google. La fabbricazione elettronica è andata in retroguardia e sono 
state introdotte nuove professioni come sviluppatore web e tecnico di rete. 
Negli ultimi anni, la definizione si è ulteriormente trasformata per diventare 
Information Technology (IT) o “tech-info”, ed incentrarsi sui contenuti e 
l’interconnettività. In questo nuovo contesto, la chiave fondamentale è diventata 
la combinazione di competenze tecnologiche con la profonda conoscenza di 
settori complementari di tipo tradizionale. 
C’è stata la “disruption” tecnologica nei settori della pubblicità, intrattenimento, 
media, telecomunicazioni, editoria, musica, moda, design, ecc.; sono sorte nuove 
aziende di software, programmazione di computer, sviluppatori di applicazioni, 
società di telecomunicazioni, società di servizi Internet, società di Big Data, 
piattaforme e start-up di vario tipo. 
Ma l’ondata tech non si è arrestata qui. Infatti, poiché focalizzata ad intercettare 
la convergenza tra tecnologia, contenuti, e interconnettività, la tech-info sta 
accelerando ancora investendo settori di più intensa base “informazionale”, 
come, ad esempio, l’istruzione, la sanità e, da ultimo, anche il settore finanziario 
e bancario, fatto di dati; 
L’applicazione della tecnologia all’industria bancaria si definisce con il termine 
“Fintech”, che descrive la digitalizzazione in atto per l’abilitazione o la fornitura 
dei servizi finanziari attraverso l’impiego di tecnologie basate su Internet. 
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Generalmente (specie in Italia), si ha una percezione frammentata di qualche 
particolare area del settore. Ma lo spazio che sta prendendo la nuova tecnologia 
finanziaria è unitario e già molto vasto, come spiegato in un documento di Ernst 
& Young, dal titolo “Landscaping UK Fintech”. L’area Fintech, attualmente, 
include una svariata tipologia di attività diverse: nuovi strumenti di pagamento 
per il commercio elettronico, servizi di analisi dati (i cosiddetti credit scoring per 
calcolare il merito di credito), software specifici (per i segmenti di risk 
management, asset managment, contabilità, etc.), e le più visibili piattaforme di 
finanziamento e investimento attraverso il prestito tra privati, il crowdfunding, o 
anche piattaforme di pagamento in criptovalute digitali. 
L’open source ha consentito il rapido abbassamento delle barriere di ingresso nel 
mercato, configurando un ecosistema di industrie che coprono dal crowdfunding 
(Kickstarter) e prestito peer-to-peer (Lending Club, oppure OnDeck per i prestiti 
alle PMI), alla gestione del risparmio su basi algoritmiche (Wealthfront); 
dall’investimento tematico (Motif Investing), alla sicurezza informatica (iDGate), 
al credit scoring (ZestFinance), all’accesso alle informazioni (Betterment), agli 
scambi (SecondMarket), all’e-payment, ai trasferimenti di valuta digitale 
(Coinbase) o alla gestione del capitale circolante, ad esempio attraverso il 
collocamento di fatture autorizzate presso soggetti che offrono i migliori sconti 
per l’anticipazione (Tesorio). 
Nonostante operino in una serie tanto diversificata di settori, le aziende Fintech 
condividono una caratteristica comune: utilizzano la tecnologia per rendere i 
sistemi finanziari e bancari più efficienti sia per le istituzioni finanziarie 
tradizionali (B2B), sia per gli utenti finali (B2C), a cui, in entrambi i casi, 
vengono offerti i nuovi servizi sfruttando la convergenza delle tecnologie 
dell’informazione e della comunicazione. 
Gli investimenti in innovazione finanziaria sembrano verificarsi in modo 
relativamente decentrato con una serie di centri di sviluppo geograficamente 
diffusi che stanno man mano assumendo importanza, come, ad esempio, le sedi 
presenti nella Silicon Valley ed a New York, Londra, Dublino, Singapore e 
Sidney. 
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Un recente rapporto di Accenture, titolato “The Rise of Fintech”, indica che gli 
investimenti globali in iniziative Fintech sono più che triplicati dal 2008, 
passando a 3 miliardi di dollari nel 2013 e poi a oltre 4 miliardi di dollari nel 
2014; con la ragionevole prospettiva di raggiungere nel 2018 la somma di 8 
miliardi di dollari nella sola area di New York. 
Il settore bancario e finanziario ha sempre avuto a che fare con la tecnologia. 
Negli anni ‘70, ad esempio, l’introduzione degli ATM è stato un fattore cruciale 
per il cambiamento del sistema con cui gli utenti gestivano il loro 
comportamento finanziario. 
Ma dal 2008 in poi, il tasso di utilizzo tecnologico nel settore bancario e 
finanziario è notevolmente incrementato sia in estensione, sia in velocità di 
trasformazione. Tant’è che con l’avvento del movimento Fintech si ha netta la 
sensazione di una incombente trasformazione strutturale del modello economico 
e organizzativo di tutta l’attività bancaria retail. 
Il boom del settore Fintech dipende da una molteplicità di fattori. In primo luogo, 
l’impatto della crisi finanziaria del 2008, che ha comportato una considerevole 
diminuzione nell’opinione pubblica della fiducia nelle istituzioni finanziarie 
tradizionali. In secondo luogo, l’inasprimento degli oneri legali e regolatori 
imposti a seguito della crisi economica, che ha indotto le banche e le altre 
istituzioni finanziarie a concentrare i loro investimenti più nell’area della 
compliance, che in quella della ricerca e sviluppo di soluzioni innovative. Il 
notevole spazio lasciato e il sentimento diffuso dei consumatori sulla lentezza del 
sistema bancario tradizionale a dare delle risposte affidabili stanno, dunque, 
determinando l’ingresso di nuovi soggetti economici non bancari in grado di 
offrire, in modo dinamico, servizi alternativi e sostitutivi dei prodotti 
storicamente offerti dalle banche, come, ad esempio, i prestiti, i conti personali di 
deposito, i trasferimenti di valore finanziario o lo sconto di fatture. 
E sempre più spesso, per tali ragioni, si parla di “banking without banks” per 
sottolineare tanto la natura non bancaria dei nuovi soggetti emergenti (per 
l’assenza di autorizzazioni bancarie dirette), quanto, soprattutto, la loro estraneità 
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ai requisiti di compliance imposti alle banche ed agli altri intermediari finanziari 
soggetti a regolazione bancaria. 
 
2.8.4 La blockchain nei mercati finanziari 
“La tecnologia della blockchain è una delle prime idee veramente innovative nel 
settore Fintech. Dopotutto teoricamente non saranno solo singole divisioni 
operative delle banche tradizionali a diventare ridondanti in futuro, ma si potrà 
verificare un cambiamento profondo nel sistema finanziario in vigore, in quanto 
molti servizi di intermediazione potrebbero essere sostituiti da una rete P2P.” 
Questa frase di Thomas F. Dapp (2015) di Deutsche Bank, sottolinea l'impatto 
della tecnologia Blockchain sugli intermediari e terze parti coinvolte nel mercato, 
dal momento che un'implementazione di successo della tecnologia potrebbe 
minacciare la loro esistenza e eliminarli una volta per tutte. 
Dapp (2015) inoltre afferma che “Con nuove infrastrutture digitali IT 
proprietarie, le banche potrebbero essere in teoria, in grado di posizionarsi 
relativamente bene in relazione alla tecnologia blockchain. Inoltre, nell'era della 
blockchain, è anche ipotizzabile che le banche possano assumere nuovi compiti – 
come per esempio il ruolo di custodi delle chiavi private. Mentre tali attività 
potrebbero probabilmente generare entrate ridotte rispetto al business model 
attuale, questo servizio aggiuntivo potrebbe contribuire a garantire la permanenza 
dei clienti sulla piattaforma finanziaria della propria banca, utilizzando poi altre 
opzioni di monetizzazione. Le banche dovranno giocare la carta della fiducia – 
che (per ora) posseggono - molto meglio di quanto non abbiano fatto fino ad 
oggi”. Tuttavia, la ricerca della banca conclude che la tecnologia blockchain è 
ancora agli albori e le norme e le politiche dei governi di tutto il mondo 
potrebbero rallentare la crescita della blockchain. 
Deutsche Bank ha quindi cominciato a mostrare interesse per la tecnologia 
blockchain e verso le digital currency almeno dal giugno 2015, ovvero dal lancio 
di tre Innovation Labs con lo scopo di accelerare il settore Fintech e lo sviluppo 
di startup blockchain a livello globale. Da allora, il gruppo bancario tedesco ha 
lavorato al fianco di startup nel settore blockchain e Fintech per migliorare le 
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tecnologie e i sistemi utilizzati nel settore bancario. Ma Deutsche Bank non è 
l’unico operatore del settore finanziario ad aver mostrato interesse per la 
tecnologia blockchain, infatti un nuovo passo avanti nel suo utilizzo è stato 
compiuto dalla società Fintech R3 Cev, che ha portato a termine, con un gruppo 
di quaranta banche tra le più grandi del mondo, la prima fase di un progetto di 
utilizzo della blockchain. 
I colossi della finanza hanno deciso di collaborare per sperimentare la validità 
della blockchain. Le banche sperano che la blockchain potrebbe eliminare circa 
20 miliardi di dollari di costi e trasformare il modo in cui il mondo finanziario 
lavora. 
In particolare, il progetto di sperimentazione ha analizzato come i registri digitali 
possano essere utilizzati dai mercati finanziari globali, valutando l’efficacia 
dell’emissione, la commercializzazione e il riscatto di un’obbligazione corporate 
a breve termine attraverso l’utilizzo della blockchain. 
Al progetto hanno partecipato anche Microsoft Azure, IBM Cloud e Amazon 
AWS, che hanno messo a disposizione della sperimentazione i loro servizi di 
cloud computing. 
“Questo ulteriore sviluppo - ha commentato David Rutter (2015), CEO di R3 - 
supporta la nostra convinzione che una stretta collaborazione tra istituzioni 
finanziarie globali e fornitori di alta tecnologia porterà a grandi sviluppi 
nell’adozione della blockchain. Si tratta di tecnologie che rappresentano una 
nuova frontiera dell’innovazione e che miglioreranno radicalmente il modo in cui 
l’industria dei servizi finanziari opera”. 
Le banche che hanno partecipato al progetto sono: Banco Santander, Bank of 
America, Barclays, BBVA, BMO Financial Group, BNP Paribas, BNY Mellon, 
CIBC, Commonwealth Bank of Australia, Citi, Commerzbank, Credit Suisse, 
Danske Bank, Deutsche Bank, Goldman Sachs, HSBC, ING Bank, Intesa 
Sanpaolo, J.P. Morgan, Macquarie Bank, Mitsubishi UFJ Financial Group, 
Mizuho Financial Group, Morgan Stanley, National Australia Bank, Natixis, 
Nordea, Northern Trust, OP Financial Group, Royal Bank of Canada, Royal 
Bank of Scotland, Scotiabank, SEB, Societe Generale, State Street, TD Bank 
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Group, UBS, UniCredit, U.S. Bank, Wells Fargo e Westpac Banking 
Corporation. 
Per questo esperimento, le banche hanno provato cinque differenti fornitori della 
tecnologia blockchain per testare il commercio di questa obbligazione: Ethereum, 
spesso considerato il progetto più ambizioso ed avanzato, Chain, Eris Industries, 
IBM ed Intel. 
 
2.8.5 Una nuova concezione dei mercati finanziari 
Un team costituito dalla banca svizzera UBS, ha venduto un’obbligazione di una 
compagnia chiamata ABC ad un investitore chiamato XYZ. È il tipo di 
transazione eseguita milioni di volte al giorno dalle banche a livello globale, ma 
questa semplice transazione è differente: è stata completata attraverso una 
blockchain interna.  
Come detto in precedenza, UBS non è l’unica istituzione finanziaria interessata 
alla blockchain, infatti quello del team svizzero è solo uno dei tanti esperimenti 
che hanno luogo attraverso diverse industrie. Banche, assicurazioni e compagnie, 
da IBM a PwC, stanno cercando di lavorare su come possono adattare la 
tecnologia che, nella sua forma più semplice, permette a consumatori e fornitori 
di connettersi direttamente e di formare una rete online, in modo da rimuovere la 
necessità di un intermediario. 
Per il settore dei servizi finanziari, la blockchain offre l’opportunità di 
revisionare le esistenti infrastrutture bancarie, la velocità di settlement e di 
snellire le strutture delle borse valori, anche se le autorità di regolamentazione 
vorranno essere certe che questo processo potrà essere fatto in modo sicuro. Gli 
sviluppi combinano potenzialmente due delle industrie più dinamiche: il centro 
dell’innovazione informatica, la Silicon Valley, e la gestione del denaro di Wall 
Street e nella City di Londra. 
“Noi potremmo percorrere la stessa strada che ha permesso alla tecnologia di file 
transfer di cambiare la musica, permettendo a nuovi business come iTunes di 
emergere,” ha detto Michael Harte (2015), capo delle operazioni e technology 
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officer di Barclays. “Questo è il motivo per cui c’è una tale attività febbrile al 
momento.”   
Figure di spicco del mondo del business da Bill Gates di Microsoft a Richard 
Branson del Virgin Group, hanno esaltato il potenziale della blockchain; il primo 
ministro inglese David Cameron ha incluso un esperto di blockchain all’interno 
del suo entourage. 
I più ottimisti pensano che le possibilità siano infinite: il range di applicazione è 
senza limiti, dall’archiviare le identità dei clienti per la gestione dei pagamenti, 
clearing e settlement di obbligazioni o commerci di equity agli smart contracts 
che si auto-eseguono, come i derivati di credito che pagano automaticamente se 
una compagnia va in fallimento o che pagano regolarmente gli interessi ai 
titolari. 
Nel suo nucleo, blockchain è una rete di computer, ognuno dei quali deve 
approvare una transazione che ha avuto luogo prima di essere registrata, in una 
“catena” di computer. Nel sistema attuale, un registro centrale agisce come 
custode di queste informazioni. Ma su una blockchain le informazioni sono 
tenute in maniera trasparente in un database condiviso, senza un singolo soggetto 
che operi come intermediario. I promotori del sistema blockchain sostengono che 
la fiducia è incrementata tra le parti in quanto non c’è possibilità di abuso da 
parte di qualcuno che si trova in una posizione dominante. 
L’assenza di un’autorità centrale è la caratteristica dei Bitcoin che ha provocato 
un certo sbigottimento tra le istituzioni finanziarie tradizionali, la maggior parte 
delle quali ha girato alla larga dal progetto. La loro saggezza sembrava essere 
stata confermata quando le criptomonete sono incappate in vari scandali che 
vanno dai loro legami nel sito del mercato nero, ormai chiuso, alla sparizioni di 
asset di vari clienti, fino al collasso del mercato dei bitcoin Mt Gox. 
Eppure quasi ogni grande società di servizi finanziari ha ormai superato il 
sospetto iniziale: la tecnologia ha oscillato dall’essere un’arma brandita contro le 
banche ad essere annunciata come una possibile innovazione dei loro sistemi 
interni, un duro colpo per coloro che hanno concepito l’idea della blockchain per 
aggirare il sistema bancario globale. 
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“Abiti stanno sostituendo felpe e jeans strappati nelle conferenze sulla 
blockchain,” sostiene Mark Buitenhek (2015), capo dei servizi di transazione alla 
banca tedesca ING, la quale ha ingaggiato un team di specialisti per esaminare i 
modi per utilizzare la tecnologia per incrementare la velocità e tagliare i costi nei 
pagamenti e nel comparto finanziario. Gli esperimenti, condotti inizialmente in 
segreto, hanno iniziato seriamente nel corso del 2015.  
C’è un enorme desiderio di rendere un successo questa tecnologia in quanto essa 
offre importanti vantaggi: il taglio degli inefficienti intermediari bancari potrebbe 
consentire ai consumatori ed ai fornitori servizi finanziari di risparmiare miliardi. 
La tecnologia potrebbe ridurre i costi di infrastruttura delle banche per i 
pagamenti transfrontalieri, la negoziazione titoli e la conformità alle normative, 
di circa 15-20 miliardi di dollari per anno dal 2022, secondo un rapporto della 
banca spagnola Santander, dal consulente aziendale Oliver Wyman (2015) e da 
Anthemis, investitori di capitali di rischio.  
“In molti settori sembra che la blockchain funzionerà ed è facile vedere come 
potrebbe rivoluzionare il mondo della finanza” ha detto Rhomaios Ram (2015), 
responsabile della gestione dei prodotti presso la divisione Global Transaction 
Banking di Deutsche Bank. “La velocità di esecuzione è molto più rapida rispetto 
al sistema di regolamento titoli attualmente in uso. Si può inoltre vedere come si 
potrebbe ridurre il capitale che le banche devono detenere, per ogni transazione.” 
Per le grandi banche, vista la necessità di rimescolare le carte per modernizzare i 
loro sistemi IT spesso obsoleti di fronte alla pressione dei regolatori, la 
blockchain rappresenta un'opportunità per ripensare gran parte di quello che 
fanno. 
L’abilità della tecnologia di fornire una registrazione delle identità non 
falsificabile, inclusa la storia di ogni transazione, è una delle aree che sta per 
essere più avidamente esplorata. Gli assicuratori credono che le registrazioni 
incrociate potrebbero rivelarsi estremamente utili nei controlli incrociati delle 
azioni individuali. 
“Se si dispone di un registro distribuito sicuro esso potrebbe essere usato per 
archiviare dati relativi a clienti individuali o compagnie”, sostiene David Grace 
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di PwC (2015), società fornitrice di servizi individuali. “Si tratta di 
un’applicazione potenzialmente globale che potrebbe fornire una maggiore 
sicurezza sui dati di identità e su dove questi dati sono memorizzati.”  
Anche i governi stanno studiando il suo potenziale: l’Honduras sta usando 
blockchain per gestire le proprietà terriere, mentre l’Isola di Man ha iniziato a 
testare la tecnologia con un registro delle aziende sull'isola. In una prospettiva di 
a lungo termine, un libro mastro a prova di manomissione potrebbe essere 
utilizzato per contenere cartelle cliniche e sviluppare sistemi elettorali 
trasparenti. 
Mentre si cerca di capire il suo potenziale, molte istituzioni finanziarie stanno 
ancora cercando di capire se la tecnologia blockchain offra effettivamente 
l’opportunità di riduzione dei costi o rappresenta una minaccia che le potrebbe 
estromettere dal mercato. Le banche stanno testando diversi approcci nella loro 
ricerca di risposte. 
Alcune hanno sviluppato modelli in-house, come ad esempio la creazione di 
Citigroup, i Citicoin, una valuta digitale in fase di sperimentazione nel 
laboratorio della banca. Altre hanno scelto di investire in società specializzate: 
Goldman Sachs ha portato un finanziamento di $50 milioni per Circle Internet 
Financial, che mira ad usare Bitcoin per gestire i pagamenti dei consumatori. Una 
terza via è stata quella di trovare un partner: Commonwealth Bank of Australia 
ha collaborato con il fornitore di servizi software open source Ripple, per 
costruire un sistema blockchain per i pagamenti tra le sue controllate.  
Secondo PwC, ci sono circa 300 startup tecnologiche, soprattutto negli Stati Uniti 
e nel Regno Unito, che stanno sviluppando idee su come far funzionare 
blockchain per i servizi finanziari. Molte di esse sono gestite da ex dirigenti di 
grandi banche, per esempio Blythe Masters, ex di JPMorgan, ora conduce la 
startup Digital Asset Holdings. 
“Si dovrebbe prendere questa tecnologia sul serio, come si dovrebbe aver preso 
lo sviluppo di Internet nei primi anni 1990,” ha detto di recente.  
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Il capitale di rischio che è stato riversato nel settore, secondo Coindesk, è di circa 
462$ milioni tra Gennaio e Settembre 2015, il doppio della somma raccolta nello 
stesso periodo del 2014. 
La tecnologia dovrà superare grandi ostacoli per dimostrare di essere robusta e 
sicura e avrà bisogno di vincere l’ostacolo normativo. “La domanda, alla fine, è 
quanto è sicuro tutto questo e se metteresti i risparmi di una vita sulla 
blockchain”, dice Buitenhek (2015) di ING. “Che cosa fanno i regolatori e le 
banche centrali al riguardo e le banche e le autorità di regolamentazione possono 
garantirne la sicurezza?” 
Vitaly Kamluk (2015), principale ricercatore in sicurezza di Kaspersky Lab, che 
assiste i propri clienti in materia di sicurezza digitale, sostiene che la natura 
decentralizzata della tecnologia del registro distribuito deve ancora essere 
conciliata con l’effettiva capacità di mantenere tali database in modo pulito e 
sicuro. “Il problema con gli attori in malafede del sistema può essere abbastanza 
facilmente risolto quando si tratta di una tecnologia centralizzata,” dice “Ma 
questo è ancora da risolvere in caso di architetture decentrate in cui ogni 
partecipante ha pari diritti e non si può forzare una decisione”. 
Nel mese di Giugno 2015, la US Securities and Exchange Commission ha 
accettato un accordo di settlement da 20.000$ con California’s Sand Hill per 
l’offerta di negoziazione di strumenti derivati legati alle aziende private della 
Silicon Valley, usando la blockchain il settlement. La SEC ha stabilito che Sand 
Hill è stata “illegale offrendo prodotti derivati complessi agli investitori al 
dettaglio”. 
Altre reazioni sono state più calde: la Banca d’Inghilterra sta studiando la 
tecnologia e ha detto in un recente articolo che “potrebbe essere possibile in 
futuro - in teoria, almeno - che l'infrastruttura esistente del sistema finanziario 
possa essere gradualmente sostituita da una varietà di sistemi distribuiti”. 
La tecnologia sta già gestendo un business vivace. In una giornata media più di 
120.000 transazioni vengono aggiunte alla blockchain dei Bitcoin, che 
rappresentano circa 75$ milioni scambiati, secondo blockchain.info. Al momento 
ci sono 380.000 blocchi ed il libro mastro pesa quasi 45 gigabyte. 
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2.8.6 NASDAQ Linq 
Il 30 Dicembre 2015, NASDAQ ha annunciato che un’emittente è stata in grado 
di usare la tecnologia blockchain per permettere a NASDAQ Linq di completare 
con successo e registrare una transazione di titoli privati, la prima di questo tipo 
utilizzando la tecnologia blockchain. Chain.com, partner nella creazione di 
NASDAQ Linq, client e sviluppatore di blockchain, ha documentato la sua 
emissione di azioni a un investitore privato usando la tecnologia blockchain 
abilitata da NASDAQ. Questa transazione rappresenta un importante progresso 
nell’applicazione della tecnologia blockchain per compagnie private. 
Per questa transazione, NASDAQ ha abilitato l’emittente a rappresentare 
digitalmente una registrazione della proprietà usando NASDAQ Linq, questo ha 
comportato una significativa riduzione del tempo di accordo ed ha eliminato la 
necessità di certificati azionari di carta; il funzionamento della piattaforma sarà 
illustrato nel capitolo successivo. In aggiunta alla sua funzione di gestione del 
capitale, NASDAQ Linq fornisce anche a emittenti e investitori la possibilità di 
completare ed eseguire la sottoscrizione di documenti online. 
L’uso della tecnologia blockchain di NASDAQ ha anche la promessa di 
velocizzare il regolamento commerciale per transazioni in mercati pubblici. La 
tecnologia blockchain ha il potenziale per consentire la velocizzazione della 
compensazione (clearing) e del regolamento (settlement) dai correnti standard del 
mercato dei capitali statunitense di 3 giorni ad addirittura solo 10 minuti. Di 
conseguenza, l’esposizione al rischio di regolamento può essere ridotto di oltre il 
99%, abbassando sensibilmente il costo del capitale ed il rischio sistemico. In 
più, questa tecnologia potrebbe permettere agli emittenti di ridurre 
significativamente il rischio ed il carico amministrativo di quello che oggi è un 
processo largamente manuale e in più fasi. 
“Noi crediamo che questa transazione avvenuta con successo segni un importante 
progresso nel settore globale della finanza e rappresenta un momento 
determinante nell’applicazione della tecnologia blockchain”, ha detto Bob 
Greifield (2015), CEO di NASDAQ. “Attraverso l’iniziale applicazione della 
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tecnologia blockchain, inizia un processo che potrebbe rivoluzionare il nucleo del 
sistema delle infrastrutture del mercato dei capitali. Le implicazioni […] sono 
profonde”. 
“Nessun dubbio che questa sia una pietra miliare per Chain e la nostra 
partnership con NASDAQ”, ha detto Adam Ludwin (2015), CEO di Chain.com. 
“Noi non potremmo essere più felici per il risultato della transazione. Essa è 
avvenuta senza inconvenienti ed ha incontrato i nostri obbiettivi di riduzione 
drastica dei trasferimenti manuali”. 
A Novembre 2015, NASDAQ, è accordato con la Repubblica estone per 
facilitare il voto nelle assemblee dei soci tramite blockchain. Gli azionisti delle 
aziende che sono parte del NASAQ’s Tallin Stock Exchange (il mercato 
borsistico regolato dal gruppo in Estonia) potranno usare la blockchain per 
esprimere il loro voto nelle assemblee dei soci. La tecnologia blockchain renderà 
il voto più veloce e sicuro, semplificando un processo, quello delle votazioni, che 
storicamente è difficile e frammentato, determinando l’aumento della 
partecipazione e della trasparenza nelle scelte aziendali.  
Ulteriori progressi ed iniziative sulla blockchain da parte di NASDAQ sono 
attese per il futuro. 
 
2.8.7 Interesse globale  
Visa Europa ha sottolineato la significatività dei Bitcoin e della blockchain 
all’interno di una retrospettiva sullo scorso anno relativa ai pagamenti, 
suggerendo che la finanza tradizionale adotterà presto la tecnologia in oggetto. 
Intitolato “perché il 2015 è stato l’anno dei pagamenti”, il post del blog esplora la 
tecnologia finanziaria in senso più ampio, toccando anche il soggetto delle 
monete digitali. La compagnia ha detto che è chiaro che un’altra trasformazione è 
in atto in termini sia di investigazione che di tecnologia, così come nella 
percezione che la circonda. 
Il post continua affermando che “Il 2015 ha cambiato la blockchain in qualcosa 
che l’industria deve vivere assieme. Non è più una scelta. Notizie recenti 
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speculano riguardo l’identità dei suoi creatori e la formalizzazione di una moneta 
virtuale come una merca che la renderebbe reale come mai prima”. 
Visa Europa va avanti, sostenendo che la tecnologia dovrà affrontare ostacoli sul 
fronte della regolamentazione nel prossimo anno e che gli stakeholders hanno 
bisogno di “indirizzare la necessità di fiducia, una sfida che hanno dovuto 
affrontare fin dalla loro creazione”. Il post suggerisce anche che scoprire come i 
bitcoin e la blockchain possono essere usati in pagamenti internazionali sarà un 
ulteriore impulso per investire il tempo della compagnia e le sue risorse, così 
come quelli delle industrie finanziarie. 
Visa si colloca quindi sulla stessa lunghezza d’onda di NASDAQ; quest’ultimo 
nel suo test sull’uso della blockchain, ha espresso la sua volontà di tentare di 
trasformare il commercio di azioni in compagnie private. 
L’esperimento unisce parecchie iniziative di industrie finanziarie relative alle 
tecnologie collegate ai Bitcoin. Alla luce della riuscita del tentativo, il NASDAQ 
vuole usare la tecnologia blockchain nel suo mercato azionario, uno dei più 
grandi del mondo, e potenzialmente riorganizzare il sistema che ha facilitato il 
trading degli asset finanziari per decadi. 
“Utilizzare la blockchain è una naturale evoluzione digitale per gestire titoli 
fisici”, ha detto l’amministratore delegato NASDAQ Robert Greifield (2015). 
Sostiene che la tecnologia detiene il potenziale per “giovare non solo ai nostri 
clienti, ma il più ampio mercato globale dei capitali”. 
Le compagnie private tipicamente gestiscono le vendite e i trasferimenti di azioni 
per lo più con sistemi informali, includendo fogli elettronici tenuti da avvocati 
che verificano le transazioni a mano. NASDAQ vuole rimpiazzare questo 
procedimento con un sistema basato sulla tecnologia blockchain dei Bitcoin. 
Il registro della blockchain è visto da alcuni nell’industria finanziaria come il più 
efficace aspetto dei Bitcoin perché può essere usato oltre il semplice comprare e 
vendere beni o servizi con una nuova moneta. 
La blockchain, come visto in precedenza, è tenuta, aggiornata e verificata da una 
vasta rete globale di possessori di computer indipendenti conosciuti come che 
lavorano collettivamente per provare l’autenticità del libro mastro. 
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In teoria, questo sistema decentralizzato per verificare informazioni significa che 
le transazioni non hanno più bisogno di essere canalizzate attraverso banche, 
clearinghouse e altri intermediari. Gli avvocati dicono che questa struttura “senza 
fiducia” significa che trasferimenti diretti di proprietà possono verificarsi sopra la 
blockchain quasi istantaneamente senza il rischio di manipolazione da una terza 
parte intermedia. 
Nei mesi recenti, il New York Stock Exchange ha annunciato un investimento 
nella piattaforma di trading in Bitcoin Coinbase; Goldman Sachs ha investito 
nella compagnia che fornisce servizi ai consumatori di Bitcoin Circle Internet 
Financial. Nel frattempo, Digital Asset Holdings, guidata dal vecchio dirigente di 
J.P. Morgan Chase Blythe Masters, sta, come NASDAQ, sviluppando un sistema 
basato sulla blockchain per regolare il trasferimento di securities e fondi. 
Alcuni vedono la blockchain come un modo per raggiungere un obbiettivo di 
lunga data dell’industria di securities, ovvero il regolamento in tempo reale, 
cambiando la corrente struttura “T+3”, nella quale per il trasferimento finale di 
fondi e securities occorrono 3 giorni, a “T+0”. Il regolamento in tempo reale è un 
obbiettivo degli operatori finanziari in quanto ridurrebbe il rischio di fallimento 
della controparte e consentirebbe di liberare i miliardi di dollari di capitale che 
sono messi da parte durante il periodo di attesa. 
In un post dello scorso anno, l’economista premio Nobel Paul Krugman ha 
respinto Bitcoin come “delirio per partigiani anti-governativi”. E tuttavia, egli 
ritiene che “effettivamente può risolvere un problema di informazione 
interessante, anche se non è affatto chiaro se risolvere quel problema abbia un 
valore economico.” 
 
2.9   Chain.com 
Un altro segno che Wall Street vede il potenziale della tecnologia blockchain, è 
che Visa, NASDAQ, Citi ed altre industrie hanno investito 30$ milioni in 
Chain.com, uno sviluppatore di piattaforme blockchain che serve diverse 
imprese. 
96 
 
Altri investitori includono Capital One, Fiserv e French Telecom Orange, 
l’ultimo dei quali ha suggerito la potenzialità della la blockchain di potenziare i 
pagamenti mobile. La compagnia ha anche annunciato che l’ex CEO di 
American Express ha aderito al consiglio di amministrazione di Chain.com. 
Secondo le stime di Forbes, nel 2015 la valutazione di Chain.com si aggira 
intorno ai 150 milioni di dollari. 
Il gruppo di investitori strategici, nessuno dei quali è in diretta competizione con 
gli altri, potrebbero anche spingere la compagnia più vicino a realizzare il suo 
obbiettivo di portare la blockchain nel mondo dei servizi finanziari in maniera 
più trasparente, più sicura e con costi minori. 
Nella primavera dei 2015 Chain.com ha annunciato che stava lavorando con 
NASDAQ per testare il commercio di azioni in compagnie private usando la 
tecnologia del registro distribuito, nel progetto pilota lanciato nel Dicembre 2015 
di cui si è parlato in precedenza. 
Il CEO di Chain.com Adam Ludwin sostiene che la blockchain rivoluzionerà 
l’industria non solo attraverso le startup, come le precedenti tecnologie hanno 
fatto, ma anche attraverso esistenti istituzioni finanziarie. 
“Noi siamo una piccola compagnia tecnologica, e stiamo cercando di portare 
questa grande rete di cambiamento al mondo dei servizi finanziari. Come 
effettueremo questo cambiamento e porteremo questa tecnologia al mercato?” ha 
detto Ludwin (2015), aggiungendo che il denaro dei venture capital porterà loro 
più liquidità, un nuovo membro del consiglio ed il know-how proveniente da 
queste imprese. Inoltre, la compagnia ha realizzato che i suoi clienti sono 
interessati nell’ottenere una quota all’interno della compagnia in modo da essere 
vicini alla tecnologia ed al suo sviluppo, aiutandola ulteriormente con le loro 
risorse e connettendola con altre istituzioni attorno ad esse. 
“Noi abbiamo realizzato […] che potremmo aiutare le istituzioni partner e 
trovare altre entità che potrebbero giocare ruoli critici nella rete che noi vogliamo 
costruire”, ha detto Ludwin (2015). Inoltre, afferma che la compagnia sceglie 
investitori che potrebbero servire come partner strategici, come, per esempio, 
Visa essendo la più grande rete di carte del mondo e Fiserv che potenzia più del 
97 
 
50% dei trasferimenti ACH22. Orange ha un prodotto di trasferimenti monetari 
nell’Africa Occidentale tramite cellulari chiamato Orange Money ed uno dei più 
grandi gruppi di R&S in telecomunicazioni ed inoltre possiede molti brevetti in 
quell’area di sviluppo. 
Con 13,7 milioni di dollari di finanziamenti già in banca, ricavi sani e progetti 
con probabile esito positivo per il 2016, Ludwin ha spiegato perché la compagnia 
necessiterebbe finanziamenti. “Ci sarà inevitabilmente un sentiero davvero 
incerto e tortuoso tra il mondo di oggi ed il mondo futuro dove tutti gli asset 
saranno digitali. E la ragione per cui sarà tortuoso è perché ci sarà il sistema in 
eredità che necessiterà di essere cambiato, ci sarà una questione regolatoria che 
necessita di essere trattata, ci saranno istituzioni che combatteranno contro questo 
perché sarà dirompente nei loro confronti e ridurrà il loro ruolo in un sistema 
futuro. Così noi abbiamo pensato, […] costruire queste reti non sarà fatto in sei 
mesi. Questo è un progetto a lungo termine, difficoltoso, alcuni direbbero che è 
un viaggio abbastanza folle ma che noi pensiamo sia da mandare avanti”. 
Il vice presidente esecutivo dell’innovazione e partnership strategiche di Visa 
Jim McCarthy (2015) sostiene che questo investimento è un’estensione del 
lavoro che la compagnia ha fatto come altri partner tecnologici come Apple, 
Google, Samsung, Stripe and Square. La compagnia ha detto che è stato 
interessante esplorare la particolarità della tecnologia per pagamenti fuori del 
punto di vendita retail, un’area che la compagnia ha già coperto bene: “La spesa 
in business to business o la spesa in business to governement è una grande torta 
dove noi abbiamo una fetta molto piccola”, e potrebbe essere un’area dove si 
potrebbe usata la blockchain. 
Visa è anche interessata nel mercato che la tecnologia blockchain potrebbe aprire 
nelle economie in via di sviluppo. Nel 2015 la compagnia ha lanciato il test di un 
sistema di pagamento tramite cellulare a Bangalore chiamato mVisa, che è una 
applicazione per smartphone collegata ad una carta di credito, debito o prepagata. 
Questo funzionerà sui circuiti di Visa ed è simile ad un pagamento sulla 
blockchain nel senso che esso è così chiamato pagamento push, opposto a un 
                                                          
22 Rete elettronica per le transazioni finanziaria negli Stati Uniti. 
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pagamento pull nel qual un consumatore consegna la carta di credito al mercante 
che dopo essere venuto a conoscenze dei dati personali del consumatore “tira” i 
soldi. 
Le compagnie si incontreranno due volte l’anno in quello che sarà chiamato 
Blockchain Working Group, durante il quale ogni compagnia ascolterà gli ultimi 
sviluppi nella blockchain, ed avranno l’opportunità di ottenere aggiornamenti 
direttamente da Chain.com. 
Investitori Angel in questo round includono David Coulter, ex CEO di Bank of 
America e Peter Diamandis, presidente e CEO della X Prize Foundation. 
 
2.10 Riassunto delle puntate precedenti: cosa significano la blockchain per 
le investment bank? 
La blockchain è una piattaforma tecnologica dirompente che usa la crittografia e 
distribuisce il protocollo per creare un registro condiviso tra le controparti della 
trattativa. Come già illustrato in precedenza, l’idea è di consentire per un 
semplice trasferimento di proprietà delle risorse o transazioni più complesse 
usando “contratti intelligenti”. I dati sul registro sono diffusi, persistenti e creano 
un affidabile “cloud di transazioni” così questi dati di transazioni non possono 
essere persi o corrotti da uno qualsiasi dei partecipanti. 
Ci sono molte possibili applicazioni della tecnologia blockchain nell’investment 
banking. Casi d’uso suggeriti in modalità di test includono il Know-Your-
Customer (Conosci il Tuo Cliente) e la condivisione dei dati Anti-Money 
Laundering (Antiriciclaggio), sorveglianza del commercio, segnalazioni di 
vigilanza, collateral management (gestione delle garanzie), trading, liquidazione 
e compensazione, la blockchain quindi ha il potenziale di fare processi di 
negoziazioni molto più efficienti, per migliorare il controllo regolamentare e per 
eliminare intermediari non necessari. Gli elementi chiave che potrebbero giovare 
alle investment bank sono: 
 Secure Transaction Ledger Database: transazioni sicure nel database di 
registro che è condiviso da tutte le parti in una rete stabilita e distribuita; 
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 Eliminazione di una terza parte “di fiducia”: gli asset sono tenuti nel cloud 
e sono legati alle identità dei loro proprietari piuttosto che a custodi 
istituzionali: questo significa scambio di informazioni senza la convalida 
di terze parti;  
 Automazione: l’esecuzione è aperta verso internet e il pagamento è 
automatico; può funzionare senza alcuna interfaccia umana e sotto il 
controllo di un’incorruttibile set di regole; 
 Contratti intelligenti: i protocolli informatici facilitano, verificano, o 
rinforzano la negoziazione o performance di un contratto e ovviano la 
necessità di una clausola contrattuale; 
 Riduzione dei costi: la riduzione delle infrastrutture così come i costi di 
transazione associati alla contrattazione; 
 Elimina gli errori di gestione: elimina errori di gestione e fornisce 
controlli in tempo reale. 
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CAPITOLO 3 
 
Perché utilizzare la blockchain 
 
A fronte della disamina effettuata nei capitoli precedenti, ci si potrebbe chiedere 
che vantaggi si otterrebbero utilizzando la blockchain anziché i meccanismi 
tradizionali 
 
3.1  Clearing e settlement nel sistema tradizionale 
Innanzitutto, un trasferimento di strumenti finanziari coinvolge 3 processi: 
esecuzione, clearing e settlement. 
 Esecuzione: è la transazione per cui il venditore accetta di vendere ed il 
venditore accetta di comprare una security in una transazione con forza 
legale.  
 Clearing (liquidazione): è il meccanismo che permette ai soggetti di 
regolare tra loro i rapporti di dare e avere generati sia da transazioni 
finanziarie effettuate sui mercati sia da scambi di assegni o denaro tra 
banche; è finalizzata a definire gli obblighi di acquirente e venditore circa 
le transazioni concluse andando a ridurre il rischio di mercato. Ci sono 
due tipi di clearing: clearing bilaterale e clearing centrale. Nel clearing 
bilaterale, le parti della transazione sono sottoposte in prima persona agli 
step legalmente necessari alla regolazione della transazione. Il clearing 
centrale invece usa una terza parte, generalmente una clearinghouse, per 
completare la transazione. Le clearinghouse sono generalmente utilizzate 
dai membri che possiedono una partecipazione nella clearinghouse. 
 Settlement (regolamento): riguarda tempi e modalità con le quali 
acquirente e venditore si scambiano rispettivamente il contante e i titoli, al 
fine di adempiere ad obblighi contrattuali come quelli derivanti dalla 
compravendita di titoli. Negli Stati Uniti, il regolamento per i titoli 
negoziabili è di solito 3 giorni lavorativi o T+3, dalla data in cui la 
transazione viene eseguita, mentre per le opzioni quotate e titoli di Stato è 
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di solito 1 giorno dopo l'esecuzione, o T+1. In Europa, il regolamento 
richiede 2 giorni lavorativi, o T+2. 
 
Nel sistema tradizionale, i soggetti che vogliono acquistare o vendere azioni 
devono affidarsi ad un intermediario che compra o cede partecipazioni 
finanziarie per conto proprio o di terzi, ovvero un broker; un esempio di 
intermediario potrebbero essere Deutsche Bank o Morgan Stanley. Il broker è il 
soggetto che negozia per conto del proprio cliente cercando di ottenere le 
migliori condizioni possibili; esso non è però il soggetto che si occupa del 
settlement del titolo, ovvero il processo tramite il quale i titoli vengono 
consegnati all’acquirente ed il venditore incassa il corrispettivo in denaro, 
adempiendo quindi alle obbligazioni contrattuali della negoziazione. Il broker 
possiede la professionalità per negoziare alle migliori condizioni possibili per il 
suo cliente, mentre le caratteristiche richieste nel processo di settlement sono 
differenti, in quanto deve essere un soggetto esperto in contabilità, reporting e 
sicurezza: sono dei custodi a cui il loro cliente affida il titolo. Infatti, il settlement 
dei titoli è il processo con il quale sono consegnati gli strumenti oggetto di 
negoziazione, sia dematerializzati che fisici; questo di solito avviene in cambio 
simultaneo con il pagamento di denaro, per adempiere ad obblighi contrattuali, 
come appunto quelli derivanti dalle compravendite di titoli. Un esempio di 
società che offrono questo tipo di servizio sono Northern Trust, State Street e 
delle specifiche divisioni alcune banche come HSBC e City. Nel periodo di 
tempo in cui il certificato azionario si trova presso il custode, esso si occuperà di 
tutte le incombenze relative all’azione, come la raccolta dei dividendi. 
Nell’ambito del post-trade, bisogna ultimare e perfezionare tutte le clausole tra le 
parti per poter arrivare al settlement: è il procedimento di clearing. Prima però 
bisogna risolvere un problema: come fa il broker a sapere che l’acquirente 
pagherà? Come fa a sapere che il venditore invierà le azioni? Chiaramente 
potrebbe non essere un grosso problema per il venditore in quanto non ha ancora 
inviato le azioni, però nel lasso di tempo che intercorre tra il fallimento della 
prima negoziazione e il riuscire a trovare un nuovo acquirente il prezzo 
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dell’azione potrebbe essere sceso. Questo problema può essere risolto da una 
clearinghouse. Dopo che entrambe le parti concordano sui dettagli, le 
informazioni vengono inviate alle clearinghouse per lo scambio; inoltre essa si 
interpone tra le due parti diventando l’acquirente del venditore, ed il venditore 
dell’acquirente. In questo modo, nel non si ha nessun contatto con la controparte 
per cui, nel caso dell’acquirente, se il venditore è in malafede, esso ottiene lo 
stesso le azioni. Sarà quindi un problema della clearinghouse in quanto, siccome 
l’acquirente ha versato il denaro, essa dovrà andare sul mercato a reperire le 
medesime azioni da qualche altro venditore. Viceversa, nel caso in cui 
l’acquirente non versa il denaro presso la clearinghouse, sarà essa a dover 
ricompensare il venditore. A titolo esemplificativo, la London Stock Exchange 
utilizza LCH Clearnet Ltd come clearinghouse. Chiaramente, questo servizio ha 
un costo: infatti la clearinghouse richiede un pagamento ed impone strette regole 
a chi vuole diventare un clearing member23. Infatti, la clearinghouse verifica 
meticolosamente le caratteristiche di coloro che richiedono di diventare membri e 
solo quelle con risorse congrue e una buona reputazione sono ammesse a 
partecipare. Inoltre, una clearinghouse riduce il rischio di regolamento 
richiedendo depositi aggiuntivi ai suoi membri, facendo una valutazione 
indipendente dei collateral, ed in molti casi esse istituiscono un fondo garantito 
che può essere usato per coprire le perdite che eccedono i depositi aggiuntivi 
richiesti ai membri.  
Infine, entra in gioco un altro soggetto: il registrar (in Europa) o stock transfer 
agent (in italiano: agente di trasferimento delle azioni) (Stati Uniti). Queste 
aziende lavorano per conto della società a cui appartengono le azioni e sono 
responsabili del mantenimento di un registro in cui sono scritti gli azionisti ed a 
mantenerlo aggiornato. Se l’azienda paga un dividendo, questi soggetti sono 
responsabili della sua distribuzione. 
 
3.2  Un nuovo modello per le transazioni finanziarie 
                                                          
23 Intermediari che la clearing house ha selezionato come idonei a diventare suoi membri e quindi ad 
effettuare transazioni con essa. 
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Utilizzando la blockchain, tutto questo meccanismo non sarebbe più necessario 
in quanto essa rende superfluo l’intervento di un intermediario terza parte che si 
interponga: essa eliminerebbe quindi la necessità di rivolgersi a tutta quella serie 
di soggetti sopracitati che tutt’oggi sono indispensabili per compiere una 
compravendita di azioni.  
Nello specifico caso di NASDAQ, esso utilizza una private blockchain interna 
come un registro sicuro ed affidabile; infatti nel test effettuato lo scorso anno, ha 
impiegato la tecnologia blockchain per tenere i registri del suo Private Market, un 
segmento interno di NASDAQ dove avvengono frequentemente le transazioni 
pre-IPO. La ragione per cui NASDAQ ha scelto questo caso d’uso è che 
normalmente non sono quote molto commercializzate, siccome inizialmente 
vengono acquistate prevalentemente da una ristretta cerchia di proprietari di 
startup ed early investors. In questo caso, la registrazione delle transazioni 
blockchain sarà supportata da uno strumento di gestione chiamato LINQ, 
sviluppato e gestito dai tecnici NASDAQ, il quale oltre che tenere traccia delle 
operazioni, possiede le azioni di una determinata società e determina quante sono 
di proprietà di essa.  
Questo meccanismo elimina la necessità di ogni sorta di intermediari quali 
revisori dei conti, esperti legali, custodi di libri e consulenti che prima erano 
indispensabili durante la fase di pre-IPO. È estremamente complicato, costoso e 
richiede tempo tenere traccia della struttura proprietaria delle startup: le startup in 
rapida crescita cercheranno di attrarre nella maniera più rapida possibile nuovi 
investitori. Molte di esse utilizzano software di gestione come Microsoft Excel, i 
quali comportano il pagamento di commissioni a società legali, revisori e 
consulenti per la convalida ed il controllo di ogni informazione ed ogni 
transazione tra esse e gli investitori.  
NASDAQ ha sviluppato la propria piattaforma blockchain LINQ per gestire 
queste interazioni pre-IPO. Sei società, Catena, ChangeTip, PeerNova, 
SYNACK, Tango e Vera, stanno partecipando allo sviluppo della piattaforma 
LINQ. 
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Il suo funzionamento è il seguente: uno dei fondatori della startup che partecipa a 
questa rete vuole vendere una percentuale delle sue azioni ed avvia una richiesta. 
LINQ cercherà per tali azioni un investitore che vuole acquistarle, facilitando 
così il trasferimento ed aggiornando il registro degli azionisti della società 
caricato nella blockchain. Al fine di validare la transazione, i gestori che 
controllano la piattaforma LINQ avranno il compito di verificare sia la presenza 
delle quote sulla rete, sia del denaro di proprietà dell’acquirente: qualora la 
transazione venga confermata, essa sarà aggiunta alla blockchain. Inoltre, in tale 
database saranno contenute alcune informazioni importanti sulla transazione, 
come ad esempio i tempi ed il numero di azioni oggetto di vendita. Agendo 
quindi come un registro digitale, LINQ servirà a creare uno storico di ogni 
trasferimento di titoli tra gli utenti della blockchain, facilitando il controllo e 
garantendo una maggiore trasparenza nel trasferimento della proprietà azionaria.  
Nel test effettuato da NASDAQ, la startup oggetto del trasferimento di azioni è 
stata proprio Chain.com, una dei partner di NASDAQ che sta lavorando allo 
sviluppo della blockchain; questa operazione non solo ha avuto successo, ma è 
avvenuta anche con estrema rapidità richiedendo solo 10 minuti per il suo 
completamento, a fronte dei 3 giorni richiesti dal mercato azionario statunitense. 
 
3.3 Vantaggi 
Qualora si riuscisse ad implementare la blockchain nei mercati finanziari, si 
ridurrebbero innanzitutto i cosi connessi all’utilizzo di quegli intermediari terzi 
che ad oggi sono necessari per un corretto svolgimento della transazione. Inoltre, 
diminuirebbe notevolmente il rischio di controparte tramite l’utilizzo del registro 
distribuito a tutti i partecipanti della rete i quali devono validare la transazione; 
nell’ambito di una compravendita, qualora il venditore non avesse i titoli presenti 
sulla rete o il compratore non avesse disponibilità economiche sulla suddetta rete, 
essa non verrebbe convalidata dai componenti. Si ridurrebbero anche i rischi di 
comportamenti scorretti degli enti che operano in una transazione, manipolazioni 
da parte di risorse interne, attacchi da parte di hacker esterni, interferenze da 
parte di enti politici e regimi ed, in generale, si ridurrebbe il rischio sistemico. 
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Inoltre, la blockchain garantisce il trasferimento in tempo reale: si passa da uno 
schema T+3 per il mercato azionario USA (T+2 per il mercato UE) ad uno 
schema T+0, siccome le transazioni sulla blockchain richiederebbero 10 minuti, 
in quanto si elimina la necessità di certificati azionari cartacei e la necessità di 
tutti gli intermediari indispensabili nell’ambito procedimento “classico” di 
clearing e settlement, ovvero clearinghouse, depositi ecc. Tutto ciò, oltre a 
ridurre notevolmente i costi di transazione, libera anche una notevole quantità di 
risorse, come si può evincere dall’elaborazione sottostante: 
 
MESI VOLUMI MENSILI 
Giugno 2015 $413.390.000.000.000,00 
Luglio 2015 $406.340.000.000.000,00 
Agosto 2015 $433.880.000.000.000,00 
Settembre 2015 $415.040.000.000.000,00 
Ottobre 2015 $423.480.000.000.000,00 
Novembre 2015 $368.140.000.000.000,00 
Dicembre 2015 $405.780.000.000.000,00 
Gennaio 2016 $448.670.000.000.000,00 
Febbraio 2016 $430.990.000.000.000,00 
Marzo 2016 $407.390.000.000.000,00 
Aprile 2016 $380.140.000.000.000,00 
Maggio 2016 $529.940.000.000.000,00 
Media $421.931.666.666.667,00 
                    (Tabella 3.1 – Volumi mensili NASDAQ) 
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(Figura 3.1 – Istogramma volumi mensili NASDAQ) 
 
Come si evince dal grafico, nell’ultimo anno sono state effettuate transazioni, 
relativamente ai titoli quotati nel NASDAQ, per un valore medio di 
421.931.666.666.667 di dollari al mese. Con l’attuale sistema di clearing e 
settlement, queste risorse sono rimaste immobilizzate per 3 giorni: 
l’implementazione della blockchain nel NASDAQ smobilizzerebbe queste 
risorse, rendendo quindi il mercato più liquido. 
 
Chain.com ha elaborato alcuni modelli standard per alcune transazioni 
normalmente effettuate sui mercati che però allo stato attuale sono utilizzabili 
solo dagli sviluppatori in quanto non sono dotati di un interfaccia utente, il che li 
preclude dall’utilizzo per un pubblico ampio. Di seguito un esempio di acquisto 
di azioni elaborato da Chain.com. 
 
A vuole acquistare 100 azioni della compagnia ACME. B accetta di venderle ad 
A for 10.600$.  
 
# A ritira 10.600$ dal suo conto e deposita 100 azioni ACME 
Nel suo conto. 
 
partial_tx = chain.build_transaction( 
  inputs: [{ 
$0,00
$100.000.000.000.000,00
$200.000.000.000.000,00
$300.000.000.000.000,00
$400.000.000.000.000,00
$500.000.000.000.000,00
$600.000.000.000.000,00
Volumi mensili NASDAQ
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    asset_id: usd_asset_id, 
    account_id: A_account_id, 
    amount: 10600 
  }], 
  outputs: [{ 
    asset_id: acme_asset_id, 
    account_id: A_account_id, 
    amount: 100 
  }] 
) 
 
A invia il denaro a B. ritira 100 azioni ACME dal suo conto e deposita 
10.600$ sul suo conto: 
 
full_tx = chain.build_transaction( 
  previous_transaction: partial_tx_from_A, 
  inputs: [{ 
    asset_id: usd_asset_id, 
    account_id: A_account_id, 
    amount: 10600 
  }], 
  outputs: [{ 
    asset_id: acme_asset_id, 
    account_id: A_account_id, 
    amount: 100 
  }], 
) 
 
A e B, dopo aver verificato che la controparte ha rispettato l’accordo 
firmano la transazione con la loro chiave privata. 
 
half_signed_tx = chain.sign_transaction(full_tx) 
signed_tx = chain.sign_transaction(half_signed_tx_from_B) 
chain.submit_transaction(signed_tx) 
 
 
La transazione viene inviata alla blockchain di Chain, verrà 
verificata dai nodi e, qualora venga ritenuta valida sarà eseguita ed 
inserita nella blockchain. 
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CONCLUSIONE 
Il presente lavoro si è proposto come una sintetica esplicazione di cosa è la 
blockchain e di come potrebbe rivoluzionare il mondo finanziario come noi lo 
conosciamo. Si è cercato di dimostrare come l’aspetto realmente innovativo ed 
interessante dei Bitcoin non siano i Bitcoin stessi, bensì la sua tecnologia di base, 
ovvero la blockchain.  
La blockchain potrebbe essere sostanzialmente estendibile ad una grande varietà 
di situazioni, non solo nel contesto della valuta e dei pagamenti, ma anche ai 
contratti, alle proprietà ed tutte le transazioni dei mercati finanziari. 
Il recente fiorire di startup impegnate nel settore nonché il grande interesse delle 
maggiori istituzioni finanziarie, lasciano intendere che la blockchain potrebbe 
realmente diventare un nuovo sistema per le transazioni finanziarie.  
Oltre allo snellimento dei processi ed all’aumento della liquidità dei mercati, in 
un periodo caratterizzato da scandali e crisi causate da una mancata trasparenza 
dei mercati stessi, accentua la volontà dei partecipanti al mercato stesso di avere 
maggiori garanzie e informazioni: quale migliore soluzione di un registro 
elettronico distribuito ed immodificabile?  
La tecnologia blockchain potrebbe collocarsi come complementare agli attuali 
sistemi, creando un futuro che comprende entrambi sia modelli centralizzati che 
decentralizzati.  
Chiaramente l’industria blockchain è ancora nelle prime fasi di sviluppo e ci 
sono molte potenziali problematiche che potrebbero pregiudicare la sua adozione 
su larga scala: si va da quelle relative a problemi prettamente tecnici della 
tecnologia di base, alla regolamentazione del governo e, per finire, il suo impatto 
sul grande pubblico. Infatti, se da una parte le banche sono attratte dalla 
possibilità di attivare transazioni più economiche e sicure, dall’altra l’idea che 
chi partecipa al network possa vedere in tempo reale i dati che circolano 
attraverso i nodi raffredda non poco gli entusiasmi di chi non vuole che i propri 
flussi transazionali diventino di dominio pubblico. È necessario quindi garantire 
delle soluzioni che aumentino la sicurezza, ma che rispettino la privacy; non a 
caso uno degli argomenti più dibattuti alla Blockchain Conference di Londra del 
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2006 è la selezione del tipo di blockchain (pubblica o privata) più adeguata al 
contesto in cui la si vuole implementare. 
È però anche vero che ogni innovazione necessita di tempo per migliorare, 
integrarsi nel sistema ed essere accettata dagli attori dello stesso e, visti i recenti 
investimenti ed esperimenti effettuati con successo da colossi finanziari come 
NASDAQ, il futuro della blockchain nell’ambito finanziario sembra roseo. 
Infatti, oltre alla maggiore trasparenza e sicurezza, essa consente di realizzare un 
obiettivo di lunga data degli operatori dei mercati: il trasferimento istantaneo di 
securities. In un mondo sempre più veloce e connesso, ci si può quindi aspettare 
che la blockchain sarà sostenuta nel tempo dai soggetti con le giuste competenze 
e dagli investimenti economici necessari. 
Come in ogni cosa, solo il tempo ci darà la risposta. 
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