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La elaboración del trabajo final de diplomado CISCO resume todas las 
temáticas desarrolladas durante el diplomado, desde su estructura básica 
hasta la configuración final de todos los elementos contenidos en dos redes 
expuestas para la actividad final. 
 
 
Durante el desarrollo tendremos la posibilidad de confrontar cada escenario 
dentro del contexto de redes que posibilitan el entendimiento y la 
importancia de la configuración de una rede por medio de códigos que 
facilitan, desde el criterio de seguridad, la posibilidad de configurar y 
administrar una red de acuerdo a los parámetros y criterios que se 




El trabajo que a continuación presento a ustedes mostrará la posibilidad de 
establecer criterios claros, diáfanos y concretos con respecto a la 
importancia que tiene las redes a nivel de comunicaciones, y al mismo 
tiempo adquirir el conocimiento necesario para afrontar situaciones que se 
representen en la vida laboral y cotidiana desde una perspectiva 
actodidacta confrontada desde una realidad social en el contorno donde se 
desarrollan las diversas actividades a nivel de las comunicaciones. 
 
 
Para ello se plantea el desarrollo de dos escenarios de topología de redes 
específicas donde se analizará y configurará de acuerdo a los lineamientos 
establecidos para la actividad, teniendo claro los parámetros que se deben 
tener para la configuración de los elementos como Routers, Switch, cables 
en dos escenarios diferentes; el primero el establecimiento y configuración 
de una topología de red entre tres ciudades Medellín y Bogotá; y la otra 
topología de red entre tres ciudades Bogotá, Buenos Aires y Miami, 
estableciendo en ambas redes configuraciones de enrutamiento, 
direccionamiento, configuraciones de las ip y demás elementos afines que 









1. Determinar la importancia que tiene las redes para la comunicación entre 
la sociedad. 
2. Desarrollar conceptos básicos dentro de una plataforma virtual donde se 
ejecuten diversos procesos de código para configuración de una red. 
3. Adquirir conocimientos de acuerdo con las terminologías de cada 
elemento que contiene una red para desarrollar los ejercicios propuestos. 
4. Aplicar los conocimientos adquiridos dentro de las actividades pasadas 
durante el semestre que permitan desarrollar e implementar de manera 
adecuada los procesos de los ejercicios. 
5. Desarrollar habilidades en la conceptualización, desarrollo e 
implementación de escenarios de configuración de una red con todos los 
elementos básicos. 
6. Identificar dentro los escenarios los diferentes procesos de configuración 
con respecto a la utilización de los códigos que se deben ejecutar dentro 






Evaluación – Prueba de habilidades prácticas CCNA 
 
 




Una empresa posee sucursales distribuidas en las ciudades de 
Bogotá y Medellín, en donde el estudiante será el administrador de la red, 
el cual deberá configurar e interconectar entre sí cada uno de los 
dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, protocolos de enrutamiento y 







Realizar las rutinas de diagnóstico y dejar los equipos listos para su 




MEDELLIN2(config)#hostname MEDELLIN2 MEDELLIN2(config)#no ip 
domain-lookup MEDELLIN2(config)#service password-encryption 
MEDELLIN2(config)#enable secret class MEDELLIN2(config)#line console 
0 MEDELLIN2(config-line)#password cisco MEDELLIN2(config-line)#login 
MEDELLIN2(config-line)#LINE VTY 0 15 MEDELLIN2(config- 




Se ingresa y configura el Router Medellín 2 con pasword encriptado y 
clave de acceso al dispositivo 
 
MEDELLIN3(config)#hostname MEDELLIN3 MEDELLIN3(config)#no ip 
domain-lookup MEDELLIN3(config)#service password-encryption 
MEDELLIN3(config)#enable secret class MEDELLIN3(config)#line console 
0 MEDELLIN3(config-line)#password cisco MEDELLIN3(config-line)#login 
MEDELLIN3(config-line)#LINE VTY 0 15 MEDELLIN3(config- 
line)#password cisco MEDELLIN3(config-line)#login 
 
Se ingresa y configura el Router MEDELLÍN 2 con pasword encriptado y 
la clave de acceso al dispositivo 
 
 
ISP(config)#no ip domain-lookup ISP(config)#service password-encryption 
ISP(config)#enable secret class ISP(config)#line console 0 
ISP(config-line)#password cisco ISP(config-line)#login ISP(config- 
line)#LINE VTY 0 15 ISP(config-line)#password cisco ISP(config- 
line)#login 
 
Se ingresa y configura el Router MEDELLÍN 2 con pasword encriptado y 
la clave de acceso al dispositivo 
 
MEDELLIN>ENABLE MEDELLIN#CONF T 
Enter configuration commands, one per line. End with CNTL/Z. 
MEDELLIN(config)#hostname MEDELLIN1 MEDELLIN1(config)#no ip 
domain-lookup MEDELLIN1(config)#service password-encryption 
MEDELLIN1(config)#enable secret class MEDELLIN1(config)#line console 
0 
MEDELLIN1(config-line)#password cisco MEDELLIN1(config-line)#login 
MEDELLIN1(config-line)#LINE VTY 0 15 MEDELLIN1(config- 




Se Cambia el nombre del Router MEDELLÍN por MEDELLIN1 y Se 






Enter configuration commands, one per line. End with CNTL/Z. 
BOGOTA(config)#no ip domain-lookup BOGOTA(config)#service 
password-encryption BOGOTA(config)#enable secret class 
BOGOTA(config)#line console 0 BOGOTA(config-line)#password cisco 
BOGOTA(config-line)#login BOGOTA(config-line)#LINE VTY 0 15 
BOGOTA(config-line)#password cisco BOGOTA(config-line)#login 
 
Se configura el Router BOGOTÁ con la clave o pasword encriptados y de 
igual manera la clave de acceso al dispositivo 
 
 
Router>enable Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname BOGOTA2 
BOGOTA2(config)#no ip domain-lookup BOGOTA2(config)#service 
password-encryption BOGOTA2(config)#enable secret class 
BOGOTA2(config)#line console 0 BOGOTA2(config-line)#password cisco 
BOGOTA2(config-line)#login 
BOGOTA2(config-line)#LINE VTY 0 15 BOGOTA2(config-line)#password 
cisco BOGOTA2(config-line)#login 
 
Se cambia el nombre del Router por BOGOTÁ2 y se configura con la 
clave o pasword encriptados y la clave de acceso al dispositivo 
 
 
Router>enable Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname BOGOTA3 
BOGOTA3(config)#no ip domain-lookup BOGOTA3(config)#service 




BOGOTA3(config)#line console 0 BOGOTA3(config-line)#password cisco 
BOGOTA3(config-line)#login BOGOTA3(config-line)#LINE VTY 0 15 
BOGOTA3(config-line)#password cisco BOGOTA3(config-line)#login 
 
Se cambia el nombre del Router por BOGOTÁ3 y se configura con la 
clave o pasword encriptados y la clave de acceso al dispositivo 
 
 
Realizar la conexión física de los equipos con base en la topología de red 
 







Ilustración 1 Diseño de red escenario 1 
 
 
Esta es la red propuesta entre Medellín Bogotá teniendo como base tres 
Router que conectan las ciudades y cada una de ellas tienen una red con 
dos Router y dos terminales que aparecen explícitas en la gráfica. 
Parte 1: Configuración del enrutamiento 
 
a. Configurar el enrutamiento en la red usando el protocolo RIP versión 2, 




Router>ENABLE Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#int s0/0/0 
Router(config-if)#ip address 209.17.220.1 255.255.255.252 
Router(config-if)#clock rate 4000000 Router(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to down 
Router(config-if)#int s0/0/1 
Router(config-if)#ip address 209.17.220.5 255.255.255.252 
Router(config-if)#clock rate 4000000 Router(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/0/1, changed state to down 
 
Se configura mediante líneas de comandos el Router ISP ingresando la IP 
con los números propuestos, de igual manera se configura los tiempos, 





Router>ENABLE Router#CONF T 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#int s0/0/0 
Router(config-if)#ip address 209.17.220.2 255.255.255.252 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
Router(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 
changed state to up Router(config-if)#int s0/0/1 
Router(config-if)#ip address 172.29.6.1 255.255.255.252 
Router(config-if)#clock rate 4000000 Router(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/0/1, changed state to down 
Router(config-if)#int s0/1/0 
Router(config-if)#ip address 172.29.6.9 255.255.255.252 
Router(config-if)#clock rate 4000000 Router(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/1/0, changed state to down 
Router(config-if)#int s0/1/1 
Router(config-if)#ip address 172.29.6.13 255.255.255.252 
Router(config-if)#clock rate 4000000 Router(config-if)#no shut 






Se configura mediante líneas de comandos el Router MEDELLÍN1 
ingresando la IP con los números propuestos, de igual manera se configura 





Router>enable Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#int s0/0/0 
Router(config-if)#ip address 172.29.6.2 255.255.255.252 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
Router(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 
changed state to up Router(config-if)#int s0/0/1 
Router(config-if)#ip address 172.29.6.5 255.255.255.252 
Router(config-if)#clock rate 4000000 Router(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/0/1, changed state to down 
Router(config-if)#int g0/0 
Router(config-if)#ip address 172.29.4.1 255.255.255.128 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface GigabitEthernet0/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
GigabitEthernet0/0, changed state to up 
 
Se configura mediante líneas de comandos el Router MEDELLÍN2 
ingresando la IP con los números propuestos, de igual manera se configura 




Router>enable Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)# 
Router(config)#int s0/0/0 






%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
Router(config-if)#int s0/0/1 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 
changed st Router(config-if)#int s0/0/1 
Router(config-if)#ip address 172.29.6.14 255.255.255.252 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/1, changed state to up 
Router(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/1, 
changed state to up Router(config-if)#int s0/1/0 




%LINK-5-CHANGED: Interface Serial0/1/0, changed state to up 
Router(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/1/0, 
changed state to up Router(config-if)#int g0/0 
Router(config-if)#ip address 172.29.4.129 255.255.255.128 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface GigabitEthernet0/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
GigabitEthernet0/0, changed state to up 
Router(config-if)# 
 
Se configura mediante líneas de comandos el Router MEDELLÍN3 
ingresando la IP con los números propuestos, de igual manera se configura 




Router>enable Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#int s0/0/0 
Router(config-if)#ip address 209.17.220.6 255.255.255.252 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
Router(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 
changed state to up Router(config-if)#int s0/0/1 
Router(config-if)#ip address 172.29.3.9 255.255.255.252 
18 
 
Router(config-if)#clock rate 4000000 
Router(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/0/1, changed state to down 
Router(config-if)#int s0/1/0 
Router(config-if)#ip address 172.29.3.1 255.255.255.252 
Router(config-if)#clock rate 4000000 Router(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/1/0, changed state to down 
Router(config-if)#int s0/1/1 
Router(config-if)#ip address 172.29.3.5 255.255.255.252 
Router(config-if)#clock rate 4000000 Router(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/1/1, changed state to down 
Router(config-if)# 
 
Se configura mediante líneas de comandos el Router BOGOTÁ1 
ingresando la IP con los números propuestos, de igual manera se configura 






Router(config-if)#ip address 172.29.1.1 255.255.255.0 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface GigabitEthernet0/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
GigabitEthernet0/0, changed state to up 
Router(config-if)#int s0/0/0 
Router(config-if)#ip address 172.29.3.10 255.255.255.252 Router(config- 
if)#no shut 
Router(config-if)#int s0/0/1 
Router(config-if)#ip address 172.29.3.13 255.255.255.252 
Router(config-if)#clock rate 4000000 Router(config-if)#no shut 
Router(config-if)# 
 
Se configura mediante líneas de comandos el Router BOGOTÁ2 
ingresando la IP con los números propuestos, de igual manera se configura 




Router>enable Router#conf t 





Router(config-if)#ip address 172.29.3.2 255.255.255.252 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
Router(config-if)#int 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 
changed state to up Router(config-if)#int s0/0/1 
Router(config-if)#ip address 172.29.3.6 255.255.255.252 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/1, changed state to up 
Router(config-if)#int g0/0 
Router(config-if)#ip address 172.29.3.6 255.255.255.252 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/1, 
changed state to up 
% 172.29.3.4 overlaps with Serial0/0/1 Router(config-if)#int g0/0 
Router(config-if)#ip address 172.29.0.1 255.255.255.0 Router(config- 
if)#no shut 
Router(config-if)# 
%LINK-5-CHANGED: Interface GigabitEthernet0/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
GigabitEthernet0/0, changed state to up 
Router(config-if)# 
 
Se configura mediante líneas de comandos el Router BOGOTÁ3 
ingresando la IP con los números propuestos, de igual manera se configura 






Router>ENABLE Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#router rip 
Router(config-router)#version 2 Router(config-router)#no auto-summary 
Router(config-router)#do show ip route connected C 172.29.6.0/30 is 
directly connected, Serial0/0/1 C 172.29.6.8/30 is directly connected, 
Serial0/1/0 
C 172.29.6.12/30 is directly connected, Serial0/1/1 C 209.17.220.0/30 is 





Router(config-router)#network 172.29.6.12 Router(config-router)#passive- 
interface s0/0/0 Router(config-router)# 
 
Se configura el protocolo de información de enrutamiento para el Router 
MEDELLÍN1 mediante la conexión de protocolos y la configuración de los 
seriales que direccionaran paquetes de información establecidos como 





Router>enable Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#router rip 
Router(config-router)#version 2 Router(config-router)#no auto-summary 
Router(config-router)#do show ip route connected 
C 172.29.4.0/25 is directly connected, GigabitEthernet0/0 C 172.29.6.0/30 
is directly connected, Serial0/0/0 
C 172.29.6.4/30 is directly connected, Serial0/0/1 Router(config- 
router)#network 172.29.4.0 
Router(config-router)#network 172.29.6.0 
Router(config-router)#network 172.29.6.4 Router(config-router)#passive- 




Router>enable Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#router rip 
Router(config-router)#version 2 Router(config-router)#no auto-summary 
Router(config-router)#do show ip route connected 
C 172.29.4.128/25 is directly connected, GigabitEthernet0/0 C 
172.29.6.4/30 is directly connected, Serial0/1/0 
C 172.29.6.8/30 is directly connected, Serial0/0/0 C 172.29.6.12/30 is 








Router(config-router)#passive-interface g0/0 Router(config-router)# 
 
Se configura el protocolo de información de enrutamiento para el Router 
MEDELLÍN3 mediante la conexión de protocolos y la configuración de los 
seriales que direccionaran paquetes de información establecidos como 




Router> Router>ENABLE Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#router rip 
Router(config-router)#version 2 Router(config-router)#no auto-summary 
Router(config-router)#do show ip route connected C 172.29.3.0/30 is 
directly connected, Serial0/1/0 C 172.29.3.4/30 is directly connected, 
Serial0/1/1 C 172.29.3.8/30 is directly connected, Serial0/0/1 
C 209.17.220.4/30 is directly connected, Serial0/0/0 Router(config- 
router)#network 172.29.3.0 
Router(config-router)#network 172.29.3.4 
Router(config-router)#network 172.29.3.8 Router(config-router)#passive- 
interface s0/0/0 Router(config-router)# 
 
Se configura el protocolo de información de enrutamiento para el Router 
BOGOTÁ1 mediante la conexión de protocolos y la configuración de los 
seriales que direccionaran paquetes de información establecidos como 





Router(config-router)#do show ip route connected 
C 172.29.1.0/24 is directly connected, GigabitEthernet0/0 C 172.29.3.8/30 
is directly connected, Serial0/0/0 
C 172.29.3.12/30 is directly connected, Serial0/0/1 Router(config- 
router)#exit 
Router(config)#router rip Router(config-router)#version 2 





C 172.29.1.0/24 is directly connected, GigabitEthernet0/0 C 172.29.3.8/30 
is directly connected, Serial0/0/0 
C 172.29.3.12/30 is directly connected, Serial0/0/1 Router(config- 
router)#network 172.29.1.0 
Router(config-router)#network 172.29.3.8 
Router(config-router)#network 172.29.3.12 Router(config-router)#passive- 
interface g0/0 
 
Se configura el protocolo de información de enrutamiento para el Router 
BOGOTÁ2 mediante la conexión de protocolos y la configuración de los 
seriales que direccionaran paquetes de información establecidos como 







Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#router rip 
Router(config-router)#version 2 Router(config-router)#no auto-summary 
Router(config-router)#do show ip route connected 
C 172.29.0.0/24 is directly connected, GigabitEthernet0/0 C 172.29.3.0/30 
is directly connected, Serial0/0/0 
C 172.29.3.4/30 is directly connected, Serial0/0/1 C 172.29.3.12/30 is 
directly connected, Serial0/1/0 Router(config-router)#network 172.29.0.0 
Router(config-router)#network 172.29.3.0 
Router(config-router)#network 172.29.3.4 Router(config-router)#passive- 
interface g0/0 Router(config-router)# 
 
Se configura el protocolo de información de enrutamiento para el Router 
BOGOTÁ3 mediante la conexión de protocolos y la configuración de los 
seriales que direccionaran paquetes de información establecidos como 
origen y destino dependiendo del enrutamiento de la información 
b. Los routers Bogota1 y Medellín deberán añadir a su 
configuración de enrutamiento una ruta por defecto hacia el ISP y, a su vez, 









Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#ip route 0.0.0.0 0.0.0.0 209.17.220.1 Router(config)#router 
rip 
Router(config-router)#default-information originate Router(config-router)# 
 
Se configura MEDELLÍN1el enrutamiento de por medio del protocolo 





Router>enable Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#ip route 0.0.0.0 0.0.0.0 209.17.220.5 Router(config)#route 
rip 
Router(config-router)#default-information origina Router(config-router)# 
 
Se configura BOGOTA1el enrutamiento de por medio del protocolo 
establecido hacia el Router principal ISP mediante configuración de 
comandos 
 
c. El router ISP deberá tener una ruta estática dirigida hacia cada red 
interna de Bogotá y Medellín para el caso se sumarizan las subredes de 
cada uno a /22. 
 
Router>enable Router#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#ip route 172.29.4.0 255.255.252.0 209.17.220.2 
Router(config)#ip route 172.29.0.0 255.255.252.0 209.17.220.6 
Router(config)# 
 
Se crea una ruta estática entre Medellín y Bogotá mediante comandos de 
enrutamiento que establecen subredes 
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Escenario: Una empresa de Tecnología posee tres sucursales distribuidas 
en las ciudades de Miami, Bogotá y Buenos Aires, en donde el estudiante 
será el administrador de la red, el cual deberá configurar e interconectar 
entre sí cada uno de los dispositivos que forman parte del escenario, acorde 
con los lineamientos establecidos para el direccionamiento IP, protocolos 










Ilustración 3. Reiniciando Router 1 
 
 






















172.31.21.1 255.255.255.252  
 G0/0 192.168.13.1 255.255.255.252  
R2 G0/0 209.165.200.225 255.255.255.248  
 G0/1 10.10.10.1 255.255.255.0  
 S0/0/0 
(DCE) 
172.31.23.1 255.255.255.252  
 S0/0/1 172.31.21.2 255.255.255.252  
R3 S0/0/1 172.31.23.2 255.255.255.252  
 Lo4 192.168.4.1 255.255.255.0  
 Lo5 192.168.5.1 255.255.255.0  
 Lo6 192.168.6.1 255.255.255.0  
Internet PC NIC 209.165.200.230 255.255.255.248 209.165.200.225 




Configurar el direccionamiento IP acorde con la topología de red para 
cada uno de los dispositivos que forman parte del escenario. 
 
Ilustración 7. Direccionamiento de la IP 
 
 







Ilustración 8. Configuración Router 1 
 
 
CONFIGURACIÓN ROUTER 2 
 










CONFIGUARACIÓN DEL SERVIDOR 
 
Ilustración 11. Configuración del servidor 
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Ilustración 12. Configuración Switch 1 
Ilustración 13. Configuración Router 3 





CONFIGURACIÓN SWITCH 2 
 
 
Ilustración 14. Configuración Switch 2 
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Ilustración 16. Configuración VLAN, PC para internet 
 
Verificación de la conexión entre los dispositivos de la red 
 
 




Crear seguridad de VLAN 
 












2. Configurar el protocolo de enrutamiento OSPFv2 bajo los siguientes 
criterios: 
 
OSPFv2 area 0 
 
 
Configuration Item or Task Specification 
Router ID R1 1.1.1.1 
Router ID R2 
5.5.5.5 
Router ID R3 
8.8.8.8 
Configurar todas las interfaces LAN como 
pasivas 
 


















































Ilustración 19. Configuración área 0 Router 1 
 
 









Visualizar tablas de enrutamiento y Routers conectados por OSPFv2 
 
 




Visualizar lista resumida de interfaces por OSPF en donde se ilustre el 
costo de cada interfaz. 
 



















lustración 24. Creación de Vlan, Switch 1 
3. Configurar VLANs, Puertos troncales, puertos de acceso, encapsulamiento, 
Inter-VLAN Routing y Seguridad en los Switches acorde a la topología de 
red establecida. 
 










Ilustración 26. Creación del Vlan, Switch 1 
 
 
















Visualizar el OSPF Process ID, Router ID, Address summarizations, 
Routing Networks, and passive interfaces configuradas en cada router. 
 
 
Ilustración 29. Comando show running-config, Router 2 
 
 




Ilustración 29. Deshabilitar DNS 
 
 
5. Asignar direcciones IP a los Switches acorde a los lineamientos. 
 
 











Ilustración 31. Desactivación de interfaces switch 1 
 
 
7. Implement DHCP and NAT for IPv4 
 
8. Configurar R1 como servidor DHCP para las VLANs 30 y 40. 
 





Ilustración 32. Configuración de DHCP, Vlans y Direcciones IP, Router 1 
 
 






Ilustración 33. Configuración de internet, Router 2 
 
 
Nota: dado que no se pueden utilizar los comandos: ip http server y ip http 
authentication local, se emplea un servidor dentro de la topología. 
 
 













11. Configurar al menos dos listas de acceso de tipo estándar a su 
criterio en para restringir o permitir tráfico desde R1 o R3 hacia R2. 
 










Ilustración 36. Configuración de acceso estándar 
 
 
12. Configurar al menos dos listas de acceso de tipo extendido o 





















13. Verificar procesos de comunicación y redireccionamiento de tráfico en los 
Routers mediante el uso de Ping y Traceroute. 











Con el anterior trabajo realizado he establecido ciertos criterios a la hora de 
determinar la importancia que tiene las redes en nuestra vida como 
ingenieros; los elementos dados por medio de las terminologías, las 
conceptualizaciones, el trabajo realizado durante el proceso de 
investigación, el ejercicio de la implementación dentro del trabajo de capo 
en una plataforma virtual, ha enriquecido de manera positiva los 
conocimientos dentro del contexto del manejo de redes, formado una idea 
diferente con respecto a la importancia de la implementación de esta para 
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