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“In all human affairs there are efforts, and there are results, and the strength of the effort is 
the measure of the result.”  
James Allen 
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Ao longo dos anos, as tecnologias têm-se tornado cada vez mais omnipresentes, 
sendo que a sua implementação nas Instituições implica mudanças estratégicas que estão 
inerentemente ligadas à transformação digital. Neste sentido, o Programa do XXII Governo 
Constitucional 2019-2023 reforçou a importância da transformação digital do Estado 
português e a sua inerente adequação ao funcionamento da Administração Pública.  
Assim sendo, a presente investigação tem como principal objetivo analisar o impacto 
da digitalização do boletim de serviço do veículo e da guia de patrulha, através de um 
terminal móvel de dados, na transformação digital da Guarda Nacional Republicana. Neste 
sentido, em termos logísticos, pretende-se identificar as vantagens do preenchimento destes 
documentos, em tempo real, diretamente no Sistema Integrado de Informações Operacionais 
de Polícia ou no Sistema Integrado de Gestão de Recursos Internos, definindo-se os 
equipamentos necessários, assim como os encargos adjacentes. 
 A investigação foi conduzida segundo o paradigma pragmático, recorrendo-se a uma 
estratégia metodológica de estudo de caso, com uma abordagem qualitativa e quantitativa, 
que envolveu a análise documental e a aplicação de inquéritos por entrevista e questionário. 
Importa referir que foram analisados dois modelos distintos para operacionalizar a 
digitalização dos já referidos documentos, calculando-se os custos inerentes aos mesmos, 
por forma a analisar o investimento financeiro necessário a materializar este projeto.  
Assim, através da triangulação dos dados empíricos e da revisão de literatura 
constata-se, que a digitalização da guia de patrulha e do boletim de serviço do veículo, para 
além do investimento financeiro que acarreta, repercutirá impactos na transformação digital 
da Guarda Nacional Republicana, a nível operacional, logístico, ambiental e, sobretudo, na 
qualidade do serviço prestado. Para os militares do terreno, esta digitalização significa, 
essencialmente, maior facilidade de preenchimento dos documentos e possibilita que 
dediquem mais tempo à atividade operacional propriamente dita, o core business desta 
Instituição. Além disso, para as atividades da retaguarda, especificamente a logística, 
prevêem-se impactos bastante positivos, sobretudo no que remete à gestão do Parque de 
Veículos da Guarda. 





Over the years, technologies have become increasingly ubiquitous, and their 
implementation in institutions implies strategic changes that are inherently linked to digital 
transformation. In this sense, the Program of the XXII Constitutional Government 2019-
2023 reinforced the importance of the digital transformation of the Portuguese State and its 
inherent adequacy to the functioning of the Public Administration. 
Therefore, the main purpose of the present investigation is to analyze the impact of 
the digitalization of the vehicle's service bulletin and the patrol guide, through a mobile data 
terminal, in the digital transformation of the Guarda Nacional Republicana. Given this, in 
logistical terms, it is intended to identify the advantages of filling out these documents, in 
real time, directly in the Integrated Police Operational Information System or in the 
Integrated Internal Resource Management System and defining the necessary equipment, as 
well as the necessary adjacent charges. 
In this context, the investigation was conducted according to the pragmatic paradigm, 
using a methodological case study strategy, with a qualitative and quantitative approach, 
which involved document analysis and the application of surveys by interview and 
questionnaire. It is important to mention that two different models were analyzed to 
operationalize the digitalization of the aforementioned documents and the inherent costs 
were calculated, in order to analyze the necessary financial investment to materialize this 
project.  
Thus, through the triangulation of empirical data and literature review, it appears that 
the digitalization of the patrol guide and the vehicle’s service bulletin, in addition to the 
financial investment it entails, will have an impact on the digital transformation of the 
Guarda Nacional Republicana, at an operational, logistical, environmental levels and, above 
all, in the quality of the service provided. For the military on the ground, this digitalization 
means, essentially, an easier documents fill in process, giving them more time to dedicate to 
the operational activity itself, which is the core business of this Institution. In addition, for 
the rear activities, specifically in logistics, positive impacts are expected, especially 
regarding  the management of the Guarda Vehicle Park. 
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O presente Relatório Científico Final do Trabalho de Investigação Aplicada 
(RCFTIA) diz respeito ao término do Mestrado Integrado em Administração da Guarda 
Nacional Republicana (GNR) e tem por tema a “Transformação Digital da Guarda Nacional 
Republicana. Estudo de Caso: Digitalização da Guia de Patrulha e do Boletim de Serviço do 
Veículo, através de Terminais Móveis de Dados”. 
O principal objetivo consiste em estudar a aplicabilidade da digitalização ao boletim 
de serviço do veículo (BSV) e à guia de patrulha (GP), analisando o seu respetivo impacto 
em termos operacionais e logísticos na transformação digital da GNR. O pressuposto é que 
o militar escalado para o serviço/patrulha seria responsável por preencher os formulários, 
em tempo real, em terminais móveis de dados (TMD), sendo estes carregados 
automaticamente no Sistema Integrado de Informações Operacionais de Polícia (SIIOP), ou 
no Sistema Integrado de Gestão de Recursos Internos (SIGRI). Paralelamente, em termos 
logísticos, pretende-se identificar as vantagens da existência de interligação entre os dados 
do SIIOP e do SIGRI, bem como da própria digitalização, definindo-se os equipamentos 
necessários à mesma, assim como os encargos inerentes. 
O tema encontra atualidade e pertinência na “Estratégia da Guarda 2025”, que 
estabeleceu como Linha de Orientação Estratégica (LOE) a modernização e a 
desmaterialização1, a qual, de entre vários objetivos, pretende consolidar o SIIOP e dar 
continuidade ao processo de modernização administrativa, através da desmaterialização de 
processos e da simplificação de procedimentos (GNR, 2019a). 
Ocorre que a modernização da Administração Pública (AP), ainda que possa ter um 
resultado económico positivo, a médio e longo prazo é muitas vezes adiada ou negligenciada, 
devido ao elevado custo de implementação (Bilton, Shah, Schöwitz, Albrecht & Bovino, 
2017). No entanto, tendo em consideração que as Forças e Serviços de Segurança (FSS), 
nomeadamente a GNR, têm como principal função garantir a segurança dos cidadãos2, por 
inerência, se não investirmos nas polícias estamos a desinvestir em segurança.  
Além disso, sendo expectável que “os recursos financeiros e orçamentais não sejam 
incrementados nos próximos anos [e exista uma] forte possibilidade de ocorrer novo 
 
1 LOE 3 da “Estratégia da Guarda 2025, uma Estratégia centrada nas pessoas” (EG2025). 
2 Cfr. Número (n.º) 1 do artigo (art.) 272º da Constituição da República Portuguesa; alínea (al.) a do n.º 1 do 
art. 3.º da Lei Orgânica da GNR (LOGNR). 
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estrangulamento económico/financeiro, torna-se fundamental […] dinamizar a inovação, a 
modernização, a aquisição e atualização de equipamentos e de tecnologias” (GNR, 2019a, 
p. 58). Embora o capital humano numa organização policial seja o seu elemento nuclear e 
munir as polícias com mais elementos seja, indubitavelmente, o melhor investimento que se 
pode fazer, “é importante não desviar o olhar da tecnologia” (Rodrigues, 2019, p. 1). 
Nesta linha de pensamento, a literatura científica existente, sobretudo proveniente 
dos Estados Unidos da América e da Europa, demonstra que são muitas as vantagens do 
emprego das novas tecnologias nas tarefas policiais, quer a nível operacional, quer na 
vertente administrativo/logística (Kraemer & Danziger, 1985; Lyytinen et al., 2004; 
Northrop, Kraemer & King, 1995; Nunn, 1993; Nunn, 1994; Sorensen & Pica, 2005; Tanner 
& Meyer, 2015). 
Paralelamente, a utilização dos TMD também se revela comum nas polícias, por todo 
o mundo, sendo que existe uma multiplicidade de benefícios associados à sua utilização, 
nomeadamente: a diminuição do tráfego das comunicações, a redução do tempo que os 
polícias ocupam a elaborar expediente, ou até o aumento da capacidade de comando, 
controlo e coordenação dos Comandantes, uma vez que, instantaneamente, podem aceder a 
todos os dados necessários ao processo de tomada de decisão (Agrawal, Rao & Sanders, 
2003; Allen, Wilson, Norman & Knight, 2008; Borglund & Nulden, 2012; Bouwman & 
Wijngaert, 2009; Colvin & Goh, 2005; Ioimo & Aronson, 2004; Singh, 2017; Sorensen & 
Pica, 2005; Tanner & Meyer, 2015). Neste âmbito, importa destacar que este tipo de 
ferramentas têm sido cada vez mais utilizadas pelas polícias para facilitar a gestão da 
informação, uma vez que ela é crucial nas tarefas policiais (Singh, 2017; Sorensen & Pica, 
2005). 
Visto que várias forças policiais utilizam os TMD como apoio à atividade operacional 
e que a sua utilização encerra diversas vantagens na gestão e administração da polícia, 
justifica-se a reflexão sobre a possível adoção destas tecnologias em todo o dispositivo da 
GNR.  
A relevância dessa reflexão surge reforçada se pensarmos que o core business da 
GNR são as ações de patrulhamento executadas de norte a sul do país, 365 dias por ano, “ao 
longo das 24 horas de cada dia”3 (GNR, 2010). Tais ações são maioritariamente efetuadas 
 
3 Cfr. Art. 162.º e 165.º do Regulamento Geral do Serviço da GNR (RGSGNR). 
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com recurso a viatura (76%4), sendo que “todos os veículos da GNR deverão apenas circular 
quando disponham de toda a documentação obrigatória para a função a que se destinam”5.  
O incumprimento das diretrizes relacionadas com documentação pode acarretar 
consequências graves em termos legais para os polícias (Sorensen & Pica, 2005). Desta 
forma, assim que uma patrulha sai para o serviço, deve transportar consigo a GP6, 
independentemente de estar apeada ou de fazer uso de qualquer meio de transporte.  
Além do serviço operacional, existem outras necessidades de transporte, para as quais 
são designados veículos de serviços gerais (Ministério das Finanças e da Administração 
Pública [MFAP], 2009). A entrada em serviço desses veículos implica o preenchimento 
obrigatório do BSV7. 
Assim, a transformação dos documentos supracitados em formato digital, bem como 
o seu preenchimento diretamente no SIIOP ou no SIGRI, em TMD, iria contribuir para 
remover restrições de tempo e espaço no acesso a informação crítica, aumentando a 
capacidade de comunicação, coordenação e a partilha de informação. Com efeito, diversos 
estudos científicos já identificaram que a utilização de TMD para preenchimento e 
tramitação de documentos, permite corrigir constrangimentos associados ao usual 
preenchimento em papel, como por exemplo: a inexistência de um lugar seguro para guardar 
a documentação ou um espaço limitado, a dificuldade de partilha e acesso em tempo real, a 
facilidade de deterioração dos documentos, a morosidade do seu preenchimento, o tempo 
consumido e não utilizado em tarefas mais relevantes e, por último, o risco de existirem 
duplicados (Davis, 2002; Rodrigues, 2019). 
Dessarte, o fim último da presente investigação consiste em contribuir para potenciar 
uma gestão centralizada, racional e eficiente do serviço prestado pela GNR, nomeadamente 
na atividade operacional e em especial no que diz respeito ao parque de veículos da GNR 
(PVG). 
Tendo sido contextualizada a pertinência da investigação, no domínio do mestrado 
em causa e para a GNR, importa agora formular a Questão Central (QC). Como tal, a QC 
definida é: “Qual é o impacto da digitalização da GP e do BSV na transformação digital 
da GNR?”. Por conseguinte, esta visa atingir o objetivo geral (OG) deste RCFTIA, 
 
4 V. Anexo C. 
5 Cfr. N.º 1 do art. 17.º do Regulamento do Uso de Veículos da GNR (RUVGNR). 
6 Cfr. N.º 1 e 2 do art. 169.º do RGSGNR. 
7 Cfr. Al. e) do art. 30.º do RUVGNR. 
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especificamente: “Avaliar o impacto da digitalização da guia de patrulha e do boletim de 
serviço do veículo na transformação digital da GNR”. 
Mediante o exposto, o conteúdo do presente relatório encontra-se dividido em duas 
partes. A Parte I contempla o enquadramento teórico, estando subdividida em 3 capítulos: 
(1) A transformação digital das Forças e Serviços de Segurança; (2) Potencialidades dos 
terminais móveis de dados na atividade policial; e (3) Digitalização da guia de patrulha e do 
boletim de serviço do veículo da Guarda Nacional Republicana: janela de oportunidade. A 
Parte II apresenta o enquadramento metodológico e trabalho de campo, a qual integra os 
seguintes capítulos: (4) Metodologia, métodos e materiais; (5) Apresentação, análise e 
discussão de resultados. Por fim, apresentam-se as conclusões e recomendações respeitantes 
à investigação.  
Importa referir que o RCFTIA foi redigido de acordo com a Norma de Execução 
Permanente (NEP) para a redação de trabalhos científicos na Academia Militar (AM, 2016), 




Capítulo 1. A transformação digital das Forças e Serviços de 
Segurança 
Capítulo 2. Potencialidades dos terminais móveis de dados 
na atividade policial 
Capítulo 3. Digitalização da guia de patrulha e do boletim de 
serviço do veículo da Guarda Nacional Republicana: janela 
de oportunidade 
PARTE I – ENQUADRAMENTO TEÓRICO 
Capítulo 4. Metodologia, métodos e materiais 
Capítulo 5. Apresentação, análise e discussão de resultados 
PARTE II –ENQUADRAMENTO METODOLÓGICO E 






Conclusões e Recomendações 
Figura n.º 1 – Estrutura do Trabalho de Investigação 
Fonte: Elaboração Própria 
 
 5 
PARTE I – ENQUADRAMENTO TEÓRICO 
CAPÍTULO 1. 
A TRANSFORMAÇÃO DIGITAL DAS FORÇAS E SERVIÇOS DE 
SEGURANÇA 
Diariamente, as FSS lidam com situações de vida ou morte que requerem tecnologias 
oportunas, apropriadas e confiáveis no que remete ao acesso e transmissão de informações 
(Bouwman, Haaker & Vos, 2008). Nesta linha de pensamento, “as novas tecnologias 
alteraram radicalmente a organização do trabalho policial e, com isso, as expectativas de 
vários serviços policiais” (Sorensen & Pica, 2005, p. 126).  
Desde a introdução do telégrafo, no final de 1800, passando pelo uso de rádios 
bidirecionais e até pelo auxílio dos computadores para o preenchimento de despachos 
durante a segunda metade do século XX, várias são as formas como as polícias têm utilizado 
a tecnologia (Agar, 2013). Mais recentemente, surgiram as câmaras policiais de porte 
individual, pela primeira vez utilizadas, em 2005, no Reino Unido, sendo que Portugal 
esperou 13 anos para ponderar a sua integração como uma ferramenta nas FSS portuguesas 
(Morgado & Alves, 2019). 
Com mais ou menos atrasos, o acesso móvel à informação tem vindo a potenciar a 
eficiência, eficácia e qualidade do trabalho policial, uma vez que os novos dispositivos 
disponíveis possibilitam às policias, o acesso à informação de que precisam, quando e onde 
surge essa necessidade (Bouwman & Wijngaert, 2009).  
Assim sendo, denota-se no seio das FSS uma “transformação profunda e uma 
aceleração frenética, há pelo menos duas décadas”, no que remete à utilização de novas 
tecnologias (Tanner & Meyer, 2015, p. 388). Segundo os mesmos autores, a transformação 
digital nas polícias deve-se sobretudo à utilização de desktops e dispositivos portáteis (e. g., 
laptops, tablets ou telemóveis) em apoio à atividade operacional, à substituição dos 
relatórios manuscritos pelos digitais e, mais recentemente, a mudanças relativas ao ambiente 
de trabalho, causadas por novas formas de ameaça, como é o caso da cibercriminalidade e 
da pandemia da coronavírus disease 2019 (COVID-19). 
As atualizações tecnológicas contínuas estão associadas a um sentimento de 
insegurança e este é precisamente o estado que a sociedade necessita para evoluir (Sheptycki, 
2017). Tal como refere Doyle e Conboy (2020, p. 2) “a instabilidade cria as condições para 
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a inovação; a inovação cria incerteza; a incerteza cria instabilidade”, ou seja, a 
incerteza/insegurança “em vez de ser dominada ou controlada, deve ser absorvida, vivida e 
até mesmo manipulada” de forma a potenciar a inovação e a mudança das organizações 
(Doyle & Conboy, 2020, p. 3). 
Como refere Doyle e Conboy (2020), a história demonstra que as pandemias podem 
catalisar mudanças enormes. A pandemia atual representou uma oportunidade para a 
expansão das tecnologias digitais em todas as organizações (Ting, Carin, Dzau & Wong, 
2020), uma vez que normalizou, de forma permanente, o uso das mesmas (Griffin & 
Denholm, 2020). No entanto, a mesma pandemia também “revelou a fragilidade das 
organizações digitalmente imaturas” (Fletcher & Griffiths, 2020, p. 1). 
Apesar da omnipresença e do impacto das novas tecnologias nas FSS, a literatura 
académica tem denotado pouca atenção aos seus desenvolvimentos, nomeadamente, no que 
se refere aos tópicos da transformação digital (Venkatraman, 2017). Existem, de facto, 
diversos estudos no âmbito da publicidade digital (Kannan & Li, 2017; Lamberton & 
Stephen, 2016) acerca do apoio da tecnologia à gestão estratégica (Foss & Saebi, 2017; 
Osterwalder & Pigneur, 2010) ou até no que concerne aos desenvolvimentos técnicos em 
relação à adoção de tecnologias digitais para melhorar os sistemas de informação (Nambisan, 
Lyytinen, Majchrzak & Song, 2017; Sambamurthy, Bharadwaj & Grover, 2003). No entanto, 
a literatura revela-se escassa na consideração da transformação digital como um processo 
complexo composto por várias fases, sendo esta temática mais recente, o que revela a sua 
atualidade. 
Neste sentido, Vial (2019, p. 121) refere que a transformação digital deve ser 
concebida como um “processo que visa melhorar uma entidade, desencadeando mudanças 
significativas na mesma através da combinação de tecnologias de informação, computação, 
comunicação e conectividade”. Adicionalmente, Verhoef et al. (2021) acrescentam que para 
compreender o conceito de transformação digital é necessário ter em consideração as fases 
que esta elenca (Figura n.º 2), nomeadamente, a digitização, a digitalização e, por último, a 
própria transformação digital. 
A digitização diz respeito à codificação de informações analógicas num formato 
digital (ou seja, em zeros e uns), de modo a que os computadores possam armazenar e 
transmitir essas informações (Loebbecke & Picot, 2015).  
Por outro lado, a digitalização refere-se ao modo como as tecnologias digitais podem 
ser utilizadas para alterar processos de trabalho existentes (Li, Nucciarelli, Roden & Graham, 
2016), por exemplo, a criação de novos canais de comunicação online ou móveis 
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(Ramaswamy & Ozcan, 2016) e depende necessariamente de dispositivos digitais 
(Dougherty & Dunne, 2012). Desta forma, a digitalização pode ser descrita como o processo 
de conversão de tarefas de trabalho analógicas em tarefas digitais (Sebastian et al., 2017). 
Por último, a transformação digital é a fase mais abrangente e vai além da 
digitalização, uma vez que implica uma mudança em toda a organização, levando à 
implementação de um novo modelo de trabalho (Pagani & Pardo, 2017). Assim sendo, a 
transformação digital reorganiza processos para mudar a lógica de trabalho, os recursos 
existentes e as rotinas, manifestando-se pelo uso amplo e profundo das tecnologias digitais 
(Li, Su, Zhang & Mao, 2018).  
 
 
Desta forma, as tecnologias digitais, indubitavelmente, transformam uma 
organização, estimulando as competências essenciais existentes e/ou desenvolvendo novas 
(Liu, Chen & Chou, 2011). Neste sentido, a transformação digital está inerentemente ligada 
a mudanças estratégicas, como resultado da implementação de novas tecnologias (Sebastian 
et al., 2017). 
Importa salientar que apesar dos ativos digitais serem essenciais para possibilitar uma 
transformação digital, é necessário ter em consideração outros aspetos, como por exemplo a 
existência de redes digitais e de análise de big data8 e as competências tecnológicas dos 
 
8 Termo utilizado para ilustrar grandes conjuntos de dados (Oussous, Benjelloun, Lahcen & Belfkih, 2018). 
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Figura n.º 2 – Fases da Transformação Digital 
Fonte: Adaptado de Loebbecke e Picot (2015), Pagani e Pardo (2017), Sebastian et al. (2017), Verhoef et al. (2021) 
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recursos humanos da organização (Verhoef et al., 2021). Para os autores citados, este último 
critério é crucial para combinar os ativos digitais com os outros recursos da organização. 
Além disso, a capacidade de adquirir e analisar big data é fundamental no processo 
de tomada de decisão, uma vez que todas as funcionalidades das tecnologias digitais 
dependem de dados digitais atuais, confiáveis e pertinentes (Loebbecke & Picot, 2015). Por 
isso, as organizações devem possuir equipas com habilidades analíticas e de gestão de dados 
(Verhoef, Kooge & Walk, 2016). 
Em suma, a intenção do processo de transformação digital “não é automatizar as 
atividades ou tarefas existentes, mas antes transformá-las em novos processos que façam uso 
das novas tecnologias” (Stark, 2020, p. 83). De acordo com o Departamento de Justiça dos 
Estados Unidos da América (DOJ, 2020) existem diversas tarefas e procedimentos das forças 
policiais que foram transformados digitalmente através das tecnologias, que incluem uma 
variedade de hardware e software9.  
Alguns exemplos disso são, segundo o DOJ (2020): tecnologias de gestão de registos 
(e. g., sistemas de gestão de registos), tecnologias de comunicação e despacho (e. g., 
despacho auxiliado por computador), tecnologias analíticas (e. g., software de análise do 
crime), tecnologias táticas (e. g., armas de fogo), tecnologias de partilha de informações (e. 
g., tablets e redes sociais), tecnologias de vigilância (e. g., câmaras de vigilância ou sistemas 
aéreos), tecnologias biométricas (e. g., software de reconhecimento facial), tecnologias 
forenses (e.g., testes de ADN) e tecnologias de análise (e.g., georreferenciação do crime). 
Importa salientar que o uso das tecnologias digitais também se tornou essencial nas 
FSS, nomeadamente, no âmbito do teletrabalho (Carreiras et al., 2020). De acordo com os 
mesmos autores, as forças militares e de segurança, responderam à pandemia do COVID-19 
de modo idêntico a muitas instituições do Estado, “generalizando ao longo da cadeia de 
comando, até onde era possível, o teletrabalho, a digitalização de serviços e a virtualização 
de reuniões e processos decisórios” (Carreiras et al., 2020, p. 7). 
Assim, destaca-se que a implementação de novas tecnologias, bem como a 
digitalização de processos e de determinadas tarefas policiais, resultam em enormes 
transformações organizacionais, com um impacto bastante acentuado no seu desempenho 
(Bouwman, Haaker & Vos, 2008; Singh, 2017; Sorensen & Pica, 2005; Tapia & Sawyer, 
2005). 
 
9 A maioria dos dispositivos eletrónicos são constituídos por um componente físico (hardware), o qual executa 
programas/aplicações, designados como software (Michell & Gupta, 1997). 
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1.1. Processo preparatório para a transformação digital  
Existem vários aspetos a ter em consideração previamente à implementação de novas 
tecnologias, ou seja, no processo de transformação digital. Estes fatores podem ser: a 
priorização das aquisições, de acordo com aquilo que a organização mais precisa; a definição 
dos objetivos da aquisição da nova tecnologia/equipamento tecnológico; a elaboração de um 
documento respeitante às especificações do funcionamento e técnicas da tecnologia a 
adquirir; a realização de um cronograma de implementação; o registo e planeamento dos 
assuntos relativos à formação, documentação e segurança; a consideração/experiência de 
outras organizações análogas com essa tecnologia e; por último, tentar obter o máximo de 
feedback por parte dos atuais utilizadores (se existirem), de modo a poderem ser feitos os 
ajustes necessários (International Association of Chiefs of Police [IACP], 2006). 
Desta forma, seguidamente, serão abordados os tópicos mais relevantes para as FSS 
no que remete ao processo preparatório de implementação de novas tecnologias, 
especificamente, a segurança das redes e a perspetivação dos custos inerentes. 
1.1.1. Segurança das redes 
Com as novas tecnologias e, consequentemente, as bases de dados digitais, surgiram 
diversos problemas associados a questões de segurança e à privacidade dos utilizadores 
(Drosatos, Efraimidis & Karakos, 2006). 
Não só as FSS, mas qualquer organização ou entidade deve abordar a questão da 
segurança das redes, sempre de uma forma consciente e atribuindo-lhe a devida importância 
(Rodrigues, 2019). Na verdade, por razões monetárias ou outras, o erro de várias 
organizações está em não adotar as práticas ou políticas de segurança necessárias quando se 
implementam novas tecnologias, o que origina um risco ainda maior (Leidigh, 2005). 
O mundo das novas tecnologias depende de uma combinação de defesas de redes 
estáticas (e.g., firewalles10 ou sistemas de deteção e prevenção de intrusões), com o uso de 
defesas adaptadas às necessidades do utilizador final (e. g., os antivírus) e de atualizações ao 
software de segurança utilizado pelas organizações (Yu, Sekar, Seshan, Agarwal & Xu, 
2015).  
Neste sentido, são requisitos genéricos da segurança das redes e dos sistemas de 
informação (SI), a disponibilidade, a autenticação, a integridade e a confidencialidade 
 
10 Elemento crucial da segurança de uma rede, sendo colocado no ponto de entrada entre uma rede privada e a 
Internet externa, de modo a que todos os dados tenham de passar por ele, examinando-os (Gouda & Liu, 2007). 
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(Autoridade Nacional de Comunicações, 2001). Paralelamente, o Centro Nacional de 
Cibersegurança (CNC) definiu um conjunto de requisitos de arquitetura de segurança das 
redes e SI no que remete às candidaturas, de 2020, ao Sistema de Apoio à Modernização e 
Capacitação da Administração Pública11 (SAMA2020). 
Nesta linha de pensamento, a rede de comunicações disponibilizada às FSS 
portuguesas, bem como aos restantes organismos do Ministério da Administração Interna 
(MAI) é a Rede Nacional de Segurança Interna (RNSI)12. Esta é segura e “assenta num 
sistema de cooperação, partilha de serviços e gestão coordenada, integrada e de alto débito, 
capaz de suportar dados, voz e imagem” entre todas as instalações (sites) de todos os 
Organismos do MAI (Presidência do Conselho de Ministros [PCM], 2018a).  
De acordo com a mesma Resolução do Concelho de Ministros, a RNSI carateriza-se 
pela segurança, qualidade e rapidez que proporciona na troca e tratamento de informação 
sensível, assegurando o cumprimento das normas legais em vigor referentes à transmissão, 
tratamento e proteção de dados críticos em matérias tão relevantes como a proteção de dados 
pessoais e a investigação criminal. 
1.1.2. Perspetivação de encargos 
O custo de uma transformação digital não se limita unicamente ao valor pago aos 
fornecedores pelas novas tecnologias implementadas, uma vez que existem outros custos 
decorrentes da vida útil das mesmas, especificamente: custos iniciais para aquisição e 
implementação, custos operacionais para o seu uso contínuo, custos de manutenção, 
reparação e atualização e, por último, custos de abate (DOJ, 2020)13. 
Paralelamente, importa salientar que a implementação de novas tecnologias nas FSS 
requer um conjunto de procedimentos que devem ser levados a cabo numa fase embrionária 
do processo, sendo estes de acordo com a IACP (2006) e o DOJ (2020): 
(1) Planear os investimentos tecnológicos e alinhá-los com os objetivos estratégicos da 
organização; 
(2) Identificar os impactos a longo prazo da tecnologia nos orçamentos, estruturas, 
políticas e procedimentos; 
(3) Estimar o custo total da nova tecnologia; 
 
11 Cfr. https://www.cncs.gov.pt/content/files/SAMA2020_RASRSI_CNCS.pdf, acedido a 10 de março de 
2021. 
12 Cfr. https://www.sg.mai.gov.pt/Tecnologias/RNSI/Paginas/default.aspx, acedido a 10 de março de 2021. 
13 Vide (V.) Anexo A. 
CAPÍTULO 1. A TRANSFORMAÇÃO DIGITAL DAS FORÇAS E SERVIÇOS DE SEGURANÇA 
 
  11 
(4) Estimar o investimento inicial necessário; 
(5) Identificar e quantificar os benefícios do investimento tecnológico; 
(6) Priorizar os investimentos, ou seja, decidir qual tecnologia adquirir em relação a 
outras disponíveis; 
(7) Executar uma sequência lógica na implementação de uma nova tecnologia, por 
exemplo, investir primeiro na tecnologia básica necessária para permitir que uma 
tecnologia nova/avançada possa ser implementada. 
Por último, o DOJ (2020) acrescenta ainda que é de extrema relevância explorar as 
diversas opções de financiamento e aquisição possíveis e porventura realizar uma análise de 
custo/benefício, uma vez que podem surgir benefícios se alguns custos forem evitados, 
nomeadamente: aumento da produtividade, diminuição da carga de trabalho, automação do 
trabalho manual e impactos positivos na sociedade (e. g. redução do tempo de resposta para 
chamadas de serviço). 
1.2. Resistência à mudança 
A tecnologia é frequentemente percebida através de lentes distópicas (Baym, 2010; 
Nye, 1997), uma vez que apesar das suas múltiplas vantagens, o seu impacto depende, 
maioritariamente, da sua aceitação por parte dos utilizadores (Smith, Caputi & Rawstone, 
2000). Quando a decisão de adotar uma tecnologia específica é efetivamente tomada e os 
sistemas associados são implementados, cabe a cada polícia decidir se realmente usará a 
tecnologia em questão (Bouwman & Wijngaert, 2009). 
Neste processo destacam-se alguns entraves no que concerne à adoção da tecnologia 
por parte do utilizador, nomeadamente, a falta de familiaridade com tecnologias específicas 
e o desconhecimento dos seus benefícios futuros (Rogers, 2003). No caso das FSS, os 
resultados pretendidos com a introdução de novos dispositivos digitais, em comparação com 
os efeitos da sua implementação variam devido ao grau de entendimento do funcionamento 
da nova tecnologia por parte dos polícias e, sobretudo, devido ao modo como essa nova 
tecnologia irá afetar as suas rotinas diárias (Tanner & Meyer, 2015). 
Por outro lado, um dos maiores problemas associados à transformação digital é a 
inércia das organizações, sendo que os recursos e as capacidades que possuem também 
podem atuar como barreiras (Islam, Buxman & Eling, 2017; Svahn, Mathiassen & Lindgren, 
2017).  
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Importa sublinhar que a cultura organizacional, a identidade e a legitimidade (aspetos 
que caraterizam as FSS), também podem atuar como entraves à transformação digital 
(Töytäri et al., 2017). Porém, de ressalvar que isso nada tem a ver com falta de consideração 
por parte das polícias relativamente aos potenciais benefícios da transformação digital, mas 
sim com o quão enraizada está a cultura organizacional que “sufoca o poder inovador e 
disruptivo das tecnologias digitais” (Vial, 2019, p. 130). 
Numa outra perspetiva, segundo Tanner e Meyer (2015, p. 391), denota-se uma 
reversão na facilidade de aprendizagem, uma vez que os conhecimentos e a experiência dos 
polícias com mais anos na instituição podem ser “minados pela necessidade de habilidades 
tecnológicas que a geração mais jovem possui espontaneamente”. 
Neste sentido, é necessário cultivar entre os polícias a disposição para assumir riscos 
e experimentar novas ferramentas de trabalho (Fehér & Varga, 2017), através da introdução 
em pequena escala de tecnologias digitais antes de escalar para grandes experimentações 
(Dremel, Wulf, Herterich, Waizmann & Brenner, 2017). Deste modo, é importante promover 
a aprendizagem através de pequenas mudanças, incrementais e interativas, de modo a 
aumentar a capacidade de adaptação a planos de longo prazo (Jöhnk, Röglinger, Thimmel & 
Urbach, 2017). 
Assim, para solucionar este tipo de constrangimentos associados à transformação 
digital, diversos estudos científicos apontam que os líderes organizacionais devem garantir 
que as suas organizações desenvolvem uma mentalidade digital (Benlian & Haffke, 2016; 
Hansen, Kraemmergaard & Mathiassen, 2011). Acrescenta-se que outros estudos denotam a 
necessidade da criação de novos papéis de liderança, como é o caso do chefe digital (Haffke, 
Kalgovas & Benlian, 2016; Horlacher, Klarner & Hess, 2016). A pessoa destinada a 
desempenhar esta função tem como responsabilidade reforçar a natureza estratégica da 
transformação digital em toda a organização, bem como garantir que as tecnologias digitais 
são devidamente utilizadas e alinhadas com os objetivos da mesma (Horlacher et al., 2016; 




POTENCIALIDADES DOS TERMINAIS MÓVEIS DE DADOS NA 
ATIVIDADE POLICIAL 
O domínio do trabalho policial é a rua (Manning, 2010). Desta forma, a polícia não 
se preocupa apenas com as ações ilegais, onde o poder coercivo é necessário, mas também 
com outras tarefas relacionadas com a prevenção de perigos, sendo que “os elementos 
cruciais desta definição são o tempo e a reatividade” (Sorensen & Pica, 2005, p. 127). 
Deste modo, o policiamento operacional está intimamente ligado à missão de 
patrulhamento, uma vez que esta consiste na “proteção de pessoas e bens e [em] velar pelo 
cumprimento das leis e outras disposições regulamentares”14. Segundo o RGSGNR, este 
patrulhamento cumpre-se através de patrulhas, sendo “executado ao longo das 24 horas de 
cada dia, escalando-se os efetivos de acordo com as necessidades e conveniências do 
serviço”15. Nestes termos, a missão dos patrulheiros no âmbito da atividade operacional 
envolve um elevado grau de improvisação, intimamente ligado à incerteza e depende, 
necessariamente, de tecnologias móveis devido à sua dispersão geográfica (Sorensen & Pica, 
2005). 
Importa acrescentar que, de acordo com o MAI (1997), a missão de patrulhamento 
pode ser classificada quanto ao ambiente operacional e quanto à mobilidade. Uma vez que a 
presente investigação pretende estudar a implementação de TMD em todas as patrulhas, 
independentemente do ambiente operacional em que operam e do seu tipo de mobilidade, 
considera-se importante destacar a classificação do patrulhamento quanto aos aspetos 
mencionados (Figura n.º 3). 
 
14 Cfr. N.º 1 do art. 162.º do RGSGNR. 
15 Cfr. Art. 165.º do RGSGNR. 
Terrestre











Figura n.º 3 – Classificação da missão de patrulhamento quanto ao ambiente operacional e à mobilidade  
Fonte: MAI (1997) 
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De entre as diversas tecnologias móveis utilizadas pelas forças policiais na atividade 
operacional, destacam-se os TMD, os quais são dispositivos que, através de uma rede, 
permutam dados cruciais para o polícia (Monopoli, 1996). Estes apresentam diversas 
utilidades, como por exemplo, registar acidentes, efetuar comunicações, garantir o acesso a 
informação e o preenchimento de documentação diversa (Manning, 2003). No entanto, a 
decisão de “adotar tecnologias específicas não é feita pelos patrulheiros, mas antes pelos 
Oficiais Comandantes e políticos interessados na organização policial” (Bouwman & 
Wijngaert, 2009, p. 186). 
A utilização de TMD, no seio das forças policiais, remonta ao início dos anos de 
1970. Inicialmente, estes dispositivos funcionavam como terminais de mensagens simples, 
ou seja, ao pressionar uma tecla havia uma mudança de status, como por exemplo: chegou 
ao local ou disponível (Ioimo & Aronson, 2004). Mais tarde, como refere o mesmo autor, 
no início da década de 1980, o TMD foi desenvolvido para possibilitar comunicação 
bidirecional, entre a patrulha e a Unidade, sendo o principal objetivo dessa inovação diminuir 
o tráfego dos rádios.  
Importa salientar que a evolução e utilização destes dispositivos faz com que o tempo 
da patrulha diretamente relacionado com a atividade operacional aumente, pois os 
patrulheiros passam a despender menos tempo com outras tarefas adjacentes ao serviço 
(Ioimo & Aronson, 2004), uma vez que a utilização dos TMD acelera o preenchimento de 
documentação obrigatória bem como a redação de relatórios relacionados com o serviço que 
estão a executar (Colvin & Goh, 2005).  
Neste sentido, segundo Colvin e Goh (2005), existem quatro fatores diretamente 
relacionados com o modo como os polícias acolhem estes dispositivos, especificamente: 
facilidade de uso, utilidade, qualidade da informação e oportunidade. De entre estes fatores, 
o estudo aponta que a maior relevância recai na qualidade da informação e na oportunidade, 








• Acesso oportuno às 
informações;








• Redação de relatórios;
• Confiabilidade;
• Transportabilidade.
Figura n.º 4 – Fatores de aceitação da tecnologia 
Fonte: Adaptado de Colvin e Goh (2005) 
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Porém, “tanto para a organização policial como para os policiais individualmente, é 
difícil avaliar a utilidade potencial de uma tecnologia inovadora”, pois como são uma 
novidade e ainda não estão disponíveis no mercado, os polícias ainda não as viram ou 
utilizaram e, portanto, não conseguem tecer considerações sobre ela (Bouwman & 
Wijngaert, 2009, p. 186).  
Em suma, atualmente os TMD existentes são dispositivos eficazes, mas quando 
comparados com os laptops ou os tablets utilizados pelo cidadão comum, são em geral 
menos rápidos e menos atualizados, ou seja, “as forças policiais não têm a tecnologia que 
merecem, dada a natureza difícil e complexa do seu trabalho” (Tanner & Meyer, 2015, p. 
397). Acrescenta-se que, segundo o mesmo autor, o modelo de policiamento baseado no 
senso comum, enraizado no trabalho de campo e no contacto interpessoal, está a ser 
desafiado por um modelo de policiamento baseado em dados e no uso de dispositivos de 
informação digital, sendo que o desejável seria que “todas as informações necessárias para 
o trabalho da patrulha pudessem ser acedidas diretamente da viatura” e, cumulativamente, o 
preenchimento da documentação obrigatória relativa ao serviço (Tanner & Meyer, 2015, p. 
397).  
2.1. Caraterização dos Terminais Móveis de Dados 
Os exemplos mais comuns de TMD são os portáteis, os tablets e os computadores 
(Rodrigues, 2019). Segundo Northrop, Kraemer e King (1995), a primeira introdução de um 
computador no auxílio ao trabalho policial ocorreu em 1991, pela Polícia de Los Angeles. 
Alguns anos mais tarde, apontava-se que a utilização de computadores portáteis pelas 
patrulhas reforçava a sua segurança, uma vez que estes permitiam prove-las das informações 
necessárias em tempo real (DOJ, 1998).  
A principal vantagem da utilização de um TMD consiste na criação de um ambiente 
virtual de interação, sendo que a difusão em massa desses dispositivos torna os atores 
envolvidos interativos entre si (Sorensen & Pica, 2005). 
Neste sentido, para eleger o TMD mais adequado a ser utilizado numa força policial, 
é necessário ter em consideração um “conjunto de especificações de hardware, 
nomeadamente, as características físicas, a Unidade de Processamento Central, a memória, 
a bateria, a câmara e o adaptador de rede” (Rodrigues, 2019, p. 38). Além disso, Zagermann 
et al. (2016), argumenta que a escolha do tamanho do dispositivo é essencial, na medida em 
que se deve optar pelo que mais se adapta ao polícia e justifica a tarefa a realizar. O mesmo 
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se aplica ao peso do terminal (Intel Corporation, 2013). Relativamente à capacidade de 
processamento e armazenamento e à duração da bateria, devem ser escolhidos os de maior 
capacidade e autonomia; por outro lado, no que diz respeito à qualidade da câmara, 
dependerá dos objetivos pretendidos com o TMD; e, por fim, no que se refere ao adaptador 
de rede, deve-se optar pelo mais recente (Rodrigues, 2019).  
Importa acrescentar que o Regulamento Nacional de Interoperabilidade Digital 
(RNID) define as especificações técnicas e formatos digitais a adotar pelas entidades da AP, 
para assegurar a interoperabilidade técnica e semântica entre elas (PCM, 2018b). 
Concluindo, tal como referem Sorensen e Pica (2005), os TMD conferem 
legitimidade aos polícias, tornando-os responsáveis pela documentação existente e pelo 
controlo da mesma, fornecem uma sensação de segurança devido à conexão da Sala de 
Situação com os patrulheiros e apoiam a autonomia e tomada de decisão dos Comandantes, 
devido à sua capacidade em fornecer visualizações globais e personalizadas dos bancos de 
dados e do registo de atividades. 
2.2. Impacto administrativo/logístico da utilização dos Terminais Móveis de Dados  
A implementação de novas tecnologias está diretamente relacionada com as 
informações, as quais são consideradas como um recurso, revelando-se muitas vezes mais 
importantes que o próprio capital ou matérias-primas (Eaton & Bawden, 1991).  
McCreadie e Rice (1999) consideram a informação segundo quatro perspetivas 
distintas: para além de ser uma representação do conhecimento, de fazer parte do processo 
comunicacional e de representar dados num determinado ambiente, a informação é 
considerada um recurso, devido ao seu caráter utilitário. Desta forma, as informações 
garantem “cautela, conhecimento e poder”, razão pela qual asseguram vantagem competitiva 
e levam a que pessoas informadas tomem melhores e mais conscientes decisões (Rodrigues 
(2019, p. 8). Fruto das capacidades das tecnologias móveis, a poupança em tempo, dinheiro, 
pessoal, consumíveis e segurança, ronda os 20% e os 40% face aos gastos quando a 
tecnologia não está presente (IACP, 2006).  
Nesta linha de pensamento, diversos estudos científicos indicam que a utilização de 
TMD pelas FSS beneficiam outras áreas da polícia além da atividade operacional, 
nomeadamente, o trabalho administrativo e logístico (Kraemer & Danziger, 1985; Northrop, 
Kraemer & King, 1995; Nunn, 1993; Nunn, 1994). 
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Existem relatórios oficiais (e.g., Povey, 1999), que expressam os benefícios distintos 
da utilização e implementação de tecnologias: por um lado, polícias melhor informados, por 
outro lado, melhor coordenação de recursos limitados. Acrescenta-se que a utilização de 
TMD possibilita a redação de relatórios digitais, os quais são vistos como uma melhoria 
importante que conjuga a missão de patrulhamento com a componente administrativa 
(Tanner & Meyer, 2015).  
Adicionalmente, o estudo realizado por Ioimo e Aronson (2004, p. 423), verificou 
que os polícias com funções administrativas, para além de receberem “informações relativas 
a eventos e [poderem] responder rapidamente a problemas que possam surgir […] também 
obtêm dados precisos, necessários para planeamento e orçamentação”. Deste modo, os 
polícias com funções administrativas tomarão, consequentemente, melhores decisões se 
tiverem as informações relevantes (Sorensen & Pica 2005). 
O estudo realizado por Bouwman e Wijngaert (2009, p. 194) constata que os polícias 
operacionais tencionam utilizar este tipo de dispositivos móveis “como um acréscimo aos 
sistemas existentes”, por forma a facilitar a relação e a partilha de informação com os polícias 
com funções administrativas. O que significa que estes dispositivos deverão ser empregues 
como um recurso adicional mais adequado à partilha de informação e não para solucionar 
situações de urgência e de trabalho operacional (Bouwman & Wijngaert, 2009).  
Os autores acrescentam que em situações em que a troca de informações é rotineira, 
específica e previsível, aparelhos de tecnologia de informação móvel com interfaces gráficas 
(como é o caso dos TMD) são mais atrativos.  
Assim, a promessa da tecnologia para melhorar a eficácia e eficiência do serviço 
prestado pelas FSS, bem como aumentar a legitimidade organizacional, resultou numa 
amizade próxima e duradoura entre as FSS e a própria tecnologia (Ericson & Haggerty, 
1997). As tecnologias móveis estão a tornar-se tão omnipresentes que têm implicações 
transversais a toda a organização policial, estando diretamente relacionadas com o contacto 




DIGITALIZAÇÃO DA GUIA DE PATRULHA E DO BOLETIM DE 
SERVIÇO DO VEÍCULO DA GUARDA NACIONAL REPUBLICANA: 
JANELA DE OPORTUNIDADE 
Recuando aos finais da década de 80 do século XX, será pertinente relembrar que as 
tecnologias de comunicação existentes na GNR, entre as patrulhas e o seu comando, eram 
bastante reduzidas e todo o expediente era escrito à mão ou em máquinas de escrever 
(Marques, 2017). No entanto, assistiu-se a uma gradual evolução na Instituição, tal como 
sugere o mesmo autor, com o aparecimento dos telefaxes ou das impressoras com função de 
fax e, posteriormente, com a utilização dos computadores fixos e dos rádios. Importa 
destacar a implementação do SIIOP16, a qual constituiu um grande marco de inovação na 
GNR (Alves, 2015).  
Estes momentos vão ao encontro da vontade do Governo em promover a qualificação 
das Instituições, com o objetivo final de potenciar uma maior eficiência no funcionamento 
do Estado (PCM, 2014).  
Recentemente, como antes se mencionou, o Programa do XXII Governo 
Constitucional 2019-2023 reforçou a importância da “transformação digital do Estado” e de 
adequar o modo de funcionamento da AP às novas tecnologias (Governo da República 
Portuguesa, 2019, p. 170). Também a Lei das Grandes Opções para 2021-2023, apesar de 
ter presente os impactos negativos a nível económico e social resultantes da crise pandémica 
global, integra em matéria de opções de política económica, o compromisso da 
“digitalização, inovação e qualificação como motores do desenvolvimento” (Assembleia da 
República [AR], 2020a). 
Deste modo, tendo em consideração os diplomas mencionados, a GNR priorizou as 
medidas que pretende implementar (GNR, 2019b), as quais têm em comum o facto de serem 
relativas à desburocratização, à qualidade e inovação (PCM, 2014). A Diretiva Estratégica 
de 2019 da GNR, definida no documento “Estratégia da Guarda 2025”, dá seguimento ao 
preconizado na “Estratégia da Guarda 2020” (EG2020) e vem estabelecer as LOE que 
materializam o caminho estratégico da Instituição, designado de “4S” - Security, Safety, 
 
16 A implementação do SIIOP está regulamentada na NEP/GNR – 2.20 da Direção de Informações, de 12 de 
dezembro de 2011. 
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Social and Support (GNR, 2019a, p. 4). Neste sentido, da EG2020 destaca-se a LOE 3: 
“Modernizar, Inovar e Simplificar” (GNR, 2014), a qual tem seguimento na LOE 3 da 
EG202517: “Modernizar e desmaterializar” (GNR, 2019a). 
Esta LOE está alinhada com as orientações políticas do programa Simplex18 e 
pretende 
 “dar continuidade ao processo de modernização, assente em novas tecnologias de 
informação e de comunicação, mantendo a aposta na inovação tecnológica, 
valorizando a formação dos recursos humanos, desmaterializando processos e 
simplificando procedimentos, para requalificar os serviços da Guarda” (GNR, 
2019a, p. 63). 
Deste modo, são vários os Objetivos Estratégicos da LOE 3, de entre os quais importa 
destacar o 10.º - “Privilegiar o recurso a novas tecnologias de informação e de comunicação”, 
e o 13.º - “Consolidar a interoperabilidade promovendo a simplificação e racionalização de 
procedimentos” (GNR, 2019a). O primeiro ressalva a aposta que deve ser feita no 
“incremento de novas tecnologias de informação e comunicação, para atualizar e potenciar 
recursos e capacidades, desmaterializar atos e simplificar procedimentos” e o segundo 
reforça a importância da conetividade e interoperabilidade, com o intuito de possibilitar uma 
imagem agregada da performance da Instituição (GNR, 2019a, p. 79). 
O Plano Estratégico da Guarda de 2020 a 202519, relativamente à estratégia para as 
Tecnologias da Informação e Comunicação (TIC), divide-se em quatro grandes objetivos 
operacionais: (1) aumentar a qualidade e segurança das comunicações; (2) implementar a 
capacidade/uma estrutura de cibersegurança; (3) reforçar o desenvolvimento e 
interoperabilidade dos SI; e (4) impulsionar os serviços eletrónicos como ferramenta de 
interação com o cidadão e demais stakeholders. 
Importa referir que apesar do estrangulamento económico/financeiro que se prevê 
para os próximos anos devido à pandemia do COVID-19, a Lei de Programação de 
Infraestruturas e Equipamentos das FSS20 (LPIEFSS) no que concerne à programação dos 
investimentos em Sistemas de TIC prevê, para o ano de 2021, um investimento total de 
46.324.432,00€, valor que tem decrescido ao longo dos anos (AR, 2017). No entanto, de 
 
17 V. Anexo B. 
18 O programa Simplex assume uma visão clara das transformações necessárias na AP, integrando um conjunto 
de medidas que melhoram os ambientes de trabalho tirando partido da tecnologia digital (Cfr.: 
https://www.simplex.gov.pt/, acedido a 24 de fevereiro de 2021, às 17h22). 
19 O Plano Estratégico da Guarda de 2020 a 2025 está acessível numa plataforma digital interna da GNR, sendo 
que os dados expostos foram facultados pelo Ponto Oficial de Contacto da GNR, no âmbito da LPIEFSS. 
20 Lei n.º 10/2017, de 3 de março: estabelece a programação dos investimentos na modernização e 
operacionalidade das FFS sob tutela do membro do Governo responsável pela área da administração interna, 
para o quinquénio de 2017-2021. 
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ressalvar que apenas uma pequena parte deste valor diz respeito à GNR, nomeadamente, a 
encargos com as TIC (Tabela n.º 1). 
Tabela n.º 1 – Programação dos investimentos em sistemas de TIC  
 2017 2018 2019 2020 2021 
TOTAL 60.496.661,00 € 53.847.871,00 € 44.759.760,00 € 46.755.060,00 € 46.324.432 € 
Valores executados 
pela GNR 
18.450,15 € 484.789,50 € 1.734.903,71 € 2.132.154,66 € - 
Fonte: Adaptado de AR (2017)21 
Acresce que a proposta da GNR no âmbito da LPIEFSS, para 2022 a 202622, 
especificamente na medida das TIC, prevê investimentos em diversos projetos, como por 
exemplo: Projeto “E-Posto”, Projeto “Guarda Digital”, implementação do Sistema Integrado 
de Informações, Operações e de Gestão (SIIOG), aquisição e atualização de diversos 
terminais e equipamentos de dados, aquisição e upgrade de software, entre outros. 
De entre os diversos projetos da GNR, importa ainda destacar o projeto 
“Transformação Digital da GNR” e respetivo financiamento no âmbito do SAMA2020 e do 
Orçamento de Estado da GNR, cujo principal objetivo consiste em melhorar o acesso às TIC, 
assim como a sua utilização e qualidade, de forma a responder ao desafio integrativo e de 
interoperabilidade com outros SI externos de entidades da AP. 
Assim, o cumprimento dos projetos propostos pela GNR, bem como dos objetivos da 
LOE 3 da EG2025 permitirão “reduzir redundâncias, desperdícios, recursos e tempo, 
aumentando os níveis de qualidade do serviço da Guarda e rentabilizando recursos” (GNR, 
2019a, p. 63). 
3.1. Interoperabilidade e integração dos módulos do SIIOP 
A GNR demonstrou a sua vontade em investir na modernização tecnológica dos 
processos e funcionalidades do SIIOP no seu Relatório de Atividades (RA) de 2019 (GNR, 
2019b). A orientação estratégica supramencionada também está, de entre outros aspetos, 
assente na consolidação do SIIOP (GNR, 2020b), sendo que o projeto “Transformação 
 
21 Os valores executados pela GNR foram facultados pelo Ponto Oficial de Contacto da GNR, no âmbito da 
LPIEFSS. 
22 A proposta da GNR no âmbito da LPIEFSS, para 2022 a 2026 é um documento interno à GNR, sendo que 
os dados expostos foram facultados pelo Ponto Oficial de Contacto da GNR, no âmbito da LPIEFSS. 
CAPÍTULO 3. DIGITALIZAÇÃO DA GUIA DE PATRULHA E DO BOLETIM DE SERVIÇO DO VEÍCULO DA 
GUARDA NACIONAL REPUBLICANA: JANELA DE OPORTUNIDADE 
 
  23 
Digital da GNR” contribui diretamente para a interoperabilidade e integração dos vários 
módulos deste sistema (Agência para a Modernização Administrativa [AMA], 2020).  
Este Sistema, numa perspetiva holística, engloba a estrutura legal de suporte ao 
registo das ocorrências de índole operacional, bem como os dados pessoais e a informação 
provinda das múltiplas valências e especialidades institucionais da GNR (Comando de 
Doutrina e Formação, 2020). Conforme a NEP/GNR – 8.80, de 16 de maio, o SIIOP é uma 
“base de dados heterogénea distribuída, que tem por finalidade organizar e manter atualizada 
a informação”.  
Neste sentido, foi elaborada, em 2020, uma proposta de aquisição de bens e serviços 
(PABS) cujo objetivo consistia na manutenção evolutiva, preventiva, corretiva e adaptativa 
do SIIOP. Esta PABS23 tinha como principais objetivos: (1) integração no SIIOP-P 
(Principal) dos módulos SIIOP2S (Salas de Situação), SIIOP-G (Geográfico), SIIOP-A 
(Ambiente) e SIIOP-F (Fiscal); (2) implementação do módulo GO (Gestão Operacional), 
através da integração neste do SIIOP-G e das funcionalidades referentes à gestão da 
atividade operacional do SIIOP2S; e (3) implementação do módulo de Gestão de Meios, 
através da integração das funcionalidades de elaboração de escalas de serviço existentes no 
SIIOP2S.  
Como refere a PABS, a consolidação da integração dos diversos módulos do SIIOP 
referidos, materializa a versão 3.0 do SIIOP. Esta versão permitirá a interoperabilidade do 
SIIOP com o SIGRI, através da importação/exportação de dados de um Sistema para o outro, 
especificamente através do módulo de Gestão de Meios. Este módulo, que constitui o 
repositório central do registo do efetivo, do material e do equipamento, terá de dispor de 
serviços de interoperabilidade com o SIGRI, de modo a garantir a atualização mútua destes 
dois SI.  
O RA de 2019 da GNR sustenta a importância da interoperabilidade na GNR, não só 
com os seus parceiros, mas também entre a atividade operacional e a de apoio e suporte, 
através do “levantamento dos processos-chave fundamentais para a pretendida 
transformação organizacional, que possibilite suprimir redundâncias ao mesmo tempo que 
incrementa a qualidade de gestão” (GNR, 2019b, p. 71). Assim sendo, a modernização e 
simplificação administrativa/logística implicam não só empenho por parte da GNR, mas 
 
23 A PABS da “Interoperabilidade e integração dos módulos do SIIOP” é um documento interno à GNR, sendo 
que os dados expostos foram facultados pelo Comando Operacional (CO), mais especificamente a Direção de 
Comunicação e Sistemas de Informação (DCSI). 
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também investimentos que são essenciais para o cumprimento de tais premissas (GNR, 
2019b). 
Neste sentido, se por um lado o SIIOP é o sistema que contempla todos os dados de 
estatística operacional da GNR, por outro, o SIGRI consiste numa plataforma modular que 
agrega toda a informação administrativo/logística relativa aos diversos recursos da GNR 
(Nunes, 2015).  
Acresce que os dados incorporados no SIIOP podem ser divulgados para fins 
estatísticos e, segundo Alves (2015), estes garantem uma administração eficaz se utilizados 
de forma eficiente, acelerando o processo de tomada de decisão. Assim, como refere Nunes 
(2015), no âmbito da modernização administrativa da GNR, surge a necessidade de reforçar 
a interoperabilidade e conetividade entre os diversos SI existentes, nomeadamente, através 
da integração entre a componente operacional e a de recursos internos, mediante o 
desenvolvimento de interfaces que garantam interação e interoperabilidade entre o SIIOP e 
os subsistemas integrantes do SIGRI (e.g., através das ações de patrulhamento efetuadas, 
perceber a quilometragem dos veículos ou as suas necessidades de manutenção). 
3.2. O Projeto “Guarda Digital” 
No âmbito do Projeto “Polícia em Movimento”, específico para o policiamento 
rodoviário, procedeu-se à implementação na GNR do Sistema de Contraordenações do 
Trânsito da Autoridade Nacional de Segurança Rodoviária, o qual visou desmaterializar o 
processo de contraordenações a partir da sua génese24. Neste sentido, a GNR, mais 
concretamente a Unidade Nacional de Trânsito, passou a dispor de computadores portáteis 
que possibilitam a elaboração de expediente fora da Unidade. 
Esta é a única valência da GNR em que tal acontece, pelo que se procedeu à criação 
do Projeto “Guarda Digital”, como forma de alargar a toda a Guarda esta metodologia de 
atuação. Este projeto consiste na implementação de uma solução de mobilidade para o 
patrulhamento diário, através da disponibilização aos militares de uma mala de transporte, 
designada de mala do patrulheiro, dotada de capacidade de alimentação de equipamentos 
(220V AC e/ou 12V DC), com um tablet (com teclado destacável) com capacidade de 
ligação em rede no domínio da RNSI e uma impressora térmica portátil25. 
 
24 Cfr.: Despacho n.º 19081/2008, de 17 de julho. 
25 A documentação relativa ao Projeto “Guarda Digital” é interna à GNR, sendo que as informações expostas 
foram facultadas pela Divisão de Planeamento Estratégico e Relações Internacionais (DPERI). 
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Desta forma, este projeto surge no âmbito das operações de modernização da AP, 
cofinanciadas pelo Fundo Europeu de Desenvolvimento Regional (FEDER), 
especificamente no contexto da al. a) do n.º 1 do art. 83.º do Regulamento Específico do 
Domínio da Competitividade e Internacionalização.  
Este Projeto concorre para a estratégia nacional em matéria de modernização e 
simplificação administrativa, a qual tem por base os princípios subjacentes ao Programa 
Simplex+/iSimplex, e para a Estratégia TIC 2020, aprovada pela Resolução do Conselho de 
Ministros n.º 108/2017, de 26 de julho. 
Os seus principais objetivos estão alinhados com os objetivos previstos no n.º 1 do 
art. 82.º do RECI, os quais visam a “redução dos custos de contexto e a qualificação da 
prestação do serviço público”, induzindo uma melhoria no desempenho e na capacidade de 
resposta às necessidades dos cidadãos. Além disso, os objetivos apresentados em sede de 
candidatura26 foram os seguintes: (1) modernização do processo de fiscalização; (2) 
maximização da utilização das TIC e consolidação da literacia digital dos militares; (3) 
potenciar o serviço disponibilizado pelos SI; (4) reforçar a capacidade institucional da 
Guarda na interação, integração de serviços e interoperabilidade com outras entidades e 
autoridades públicas; e, por último, (5) garantir o reforço e a sustentabilidade da qualidade 
dos serviços prestados pela Guarda ao Cidadão. 
Importa referir que, atualmente, já foi criado o “Projeto Guarda Digital Plus”, uma 
extensão do Projeto “Guarda Digital”. 
Assim, denota-se que a interoperabilidade e integração dos módulos do SIIOP, em 
paralelo com a utilização de TMD por parte do efetivo da GNR, põe em prática o plano de 
transformação digital supramencionado e funciona, consequentemente, como um 
“mecanismo de coordenação e controlo para o apoio no processo de tomada de decisão, na 
qual se maximiza a eficácia dos recursos disponíveis” (Marques, 2017, p. 10).  
3.2. A Guia de Patrulha e o Boletim de Serviço do Veículo 
Mediante o exposto e tendo em consideração o caminho estratégico que a GNR 
pretende percorrer no que remete às TIC, urge analisar a digitalização da GP e do BSV.  
Uma vez que o core business da GNR é o serviço operacional (GNR, 2019a) que se 
cumpre, maioritariamente, através de ações de patrulhamento27 (GNR, 2010), importa 
 
26 A candidatura do Projeto “Guarda Digital” é um documento interno à GNR, sendo que as informações 
expostas foram facultadas pela DPERI. 
27 Cfr. N.os 2, 3, 4, 5, 6, 7, 8, 9, 10, 11, 12 do art. 6.º do RGSGNR. 
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refletir sobre um dos processos-chave fundamentais a realizar, obrigatoriamente, por todas 
as patrulhas: o preenchimento da GP. Em 2019, a GNR efetuou 1.002.063 rondas e patrulhas 
(GNR, 2019b), que se reverteram num total de 997.118 ações de patrulhamento, que 
expressa a preponderância destas ações, distribuídas de acordo com o Anexo C (GNR, 
2019b). 
A Guia de Ronda/Patrulha a que corresponde o modelo CEGRAF/GNR n.º 56, 
encontra-se prevista no art. 169.º do RGSGNR e no Manual de Operações (1997). Esta deve 
mencionar: a composição da patrulha, o giro que indica o itinerário a efetuar pela patrulha e 
a hora de saída/recolha ao PTer28. Além disso, o mesmo artigo refere que no final de cada 
serviço devem ser indicados na GP, os encontros com rondantes ou outras patrulhas (através 
de rúbricas desses rondantes ou dos Comandantes das patrulhas encontradas) e um relatório 
sucinto dos factos fundamentais observados durante o serviço, bem como outras observações 
pertinentes. 
Acresce que o atual modelo da GP, conforme o Anexo D, prevê o preenchimento dos 
seguintes campos: (1) Indicativo rádio; (2) Comandante e efetivo; (3) Hora de saída e 
recolha; (4) Meio destacado; (5) Tipo de patrulha; (6) Zona de ação/itinerário; (7) Distância 
percorrida (quilómetros); (8) Caso a patrulha seja rondada: rondante (função/posto, número 
mecanográfico e rubrica), data/hora e local; (9) Resultados da atividade operacional: 
fiscalização de condutores/veículos ou outras entidades; (10) Dados adicionais: 
lesões/baixas do efetivo e apreensões/arrestos; (11) Outras informações/serviço 
extraordinário; (12) Ocorrências/recolha de notícias. 
Paralelamente, tendo em vista uma gestão centralizada, racional e eficaz do serviço 
prestado pela GNR e em específico do seu parque de veículos, importa destacar para além 
do serviço operacional a cargo das patrulhas, todos os serviços de transporte administrativo.  
Neste sentido, todas as necessidades de transporte, normais e rotineiras, através da 
utilização de veículos de serviços gerais, são efetuadas por militares que desempenham 
serviços de transporte administrativo (MFAP, 2009). Nestes casos, os militares devem 
transportar consigo, em cada serviço, o BSV devidamente escriturado, o qual deve ser 
arquivado, para efeitos de consulta, pelo período de três anos29. 
O CEGRAF/GNR n.º 66 corresponde ao modelo atual do BSV, tal como consta no 
Anexo E, e pressupõe os seguintes campos de preenchimento: (1) Destacamento Territorial; 
(2) Carimbo da Unidade; (3) PTer; (4) Posto/Função e assinatura do Comandante; (5) 
 
28 Cfr.: N.º 1 do art. 169.º do RGSGNR. 
29 Cfr.: Al. b) do n.º 1 e n.º 3 do art. 17.º do RUVGNR. 
CAPÍTULO 3. DIGITALIZAÇÃO DA GUIA DE PATRULHA E DO BOLETIM DE SERVIÇO DO VEÍCULO DA 
GUARDA NACIONAL REPUBLICANA: JANELA DE OPORTUNIDADE 
 
  27 
Designação de serviço único ou de diversos serviços (tipo de serviço, itinerário, chefe da 
viatura, quilómetros percorridos e autorização); (6) Hora/Dia de início/fim do serviço; (7) 
Meio destacado; (8) Nome, posto e número mecanográfico do(s) condutor(es); (9) Quem 
estará presente; (10) Entidade a contactar; (11) Quilómetros percorridos; (12) 
Reabastecimentos e média de litros por 100 quilómetros; (13) Óleo do motor. 
Assim, se ambos os documentos fossem preenchidos instantaneamente num TMD, 
respetivamente, no SIIOP e no SIGRI, seria possível obter informações, em tempo real, 
relativas à atividade operacional, mas também dados logísticos, como a operacionalidade 
das veículos, os litros de combustível consumidos, os quilómetros percorridos e até as 
necessidades de manutenção/reparação dos veículos. 
Esta digitalização contribuiu para o caminho da GNR no âmbito da sua transformação 
digital e irá permitir uma visão alargada, não só do desempenho operacional do efetivo da 
GNR, mas também do PVG como um todo, o qual tem uma “dimensão, dispersão e 
complexidade ímpares na AP, cobrindo todas as especificidades impostas pela sua missão” 




PARTE II – ENQUADRAMENTO METODOLÓGICO E TRABALHO 
DE CAMPO 
CAPÍTULO 4. 
METODOLOGIA, MÉTODOS E MATERIAIS 
O presente capítulo apresenta o desenho do percurso metodológico desta investigação 
científica, explanando as questões e os objetivos da investigação, o modelo de análise, o 
desenho de pesquisa, o método de abordagem, a estratégia de investigação utilizada, a 
amostragem e, por fim, a escolha das técnicas de recolha e análise dos dados recolhidos. 
Creswell (2017) argumenta que os investigadores devem refletir sobre os 
pressupostos filosóficos da visão do mundo que trazem para o estudo, uma vez que estes 
podem influenciar a forma como o investigador conduz a investigação, bem como as suas 
opções metodológicas. 
Mediante o exposto, esta investigação está assente no paradigma pragmático uma vez 
que, como sugere Patton (1990), existe uma preocupação em procurar soluções para os 
problemas identificados. Acrescenta-se que esta é uma base filosófica para estudos de 
métodos mistos (Morgan, 2007; Patton, 1990; Tashakkori & Teddlie, 2010), dado que o 
investigador utiliza todas as abordagens disponíveis para entender o problema (Rossman & 
Wilson, 1985). 
4.1. Problema, questões e objetivos da investigação 
Numa investigação onde o posicionamento do investigador, em termos de paradigma, 
é o pragmatismo, o “mais importante da epistemologia, ontologia e axiologia […] é a questão 
de pesquisa” (Saunders, Lewis & Thornhill, 2009, p. 109).  
Neste sentido, o problema de investigação pode ser enunciado através dessa questão 
(Haro et al., 2016), sendo o principal objetivo de qualquer investigação, a resolução do 
problema levantado e, paralelamente, a resposta à questão enunciada (Instituto Universitário 
Militar [IUM], 2016). 
Assim sendo, definiu-se a seguinte QC: “Qual é o impacto da digitalização da GP e 
do BSV na transformação digital da GNR?”, a qual visa atingir o OG deste RCFTIA: 
“Analisar o impacto da digitalização da GP e do BVS na transformação digital da GNR”. 
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Adicionalmente, de modo a esclarecer os detalhes do OG e, consequentemente dar 
resposta à QC, foram enunciadas as seguintes questões derivadas (QD): 
QD1: Qual é o enquadramento legal e o quadro concetual da transformação digital da 
GNR? 
QD2: De que forma pode ser potenciada a ligação entre a atividade operacional e a 
área administrativo/logística com a utilização de TMD? 
QD3: Quais são as vantagens e os constrangimentos associados à digitalização da GP 
e do BSV? 
QD4: Quais são os TMD mais indicados para a digitalização da GP e do BSV? 
QD5: Quais são os meios materiais e financeiros necessários à digitalização da GP e 
do BSV? 
QD6: Que modelo da GP e do BSV digital poderia ser implementado através de um 
TMD? 
A QC apresenta natureza causal, uma vez que tem a função de “avaliar o impacto do 
efeito de uma variável (variável independente) numa outra (variável dependente)” (Haro et 
al., 2016, p. 15). Assim sendo, a figura seguinte demonstra o OG desta investigação, o qual 
corresponde em forma de pergunta, à QC, bem como as variáveis independente e 
dependente, uma vez que se pretende avaliar o efeito da primeira, na segunda. Desta forma, 
denota-se que estas variáveis possuem uma relação de causalidade, ou seja, de causa-efeito. 
 
 
Assim, importa salientar que a enunciação da QC e das respetivas QD está 
intimamente relacionada com os vários objetivos específicos (OE) da investigação30, os 
quais têm uma função intermediária no cumprimento do OG (Marconi & Lakatos, 2003). 
 
30 V. Apêndice A. 
OG: Avaliar o impacto da 
digitalização da guia de 
patrulha e do boletim de serviço 
do veículo na transformação 
digital da GNR.
QC: Qual é o impacto da 
digitalização da guia de 
patrulha e do boletim de serviço 
do veículo na transformação 
digital da GNR? 
Natureza da questão: Causal
Variável independente: digitalização 
da guia de patrulha e do boletim de 
serviço do veículo
Variável dependente: transformação 
digital da GNR
Figura n.º 5 – Identificação do OG e da QC, a sua natureza e variáveis 
Fonte: Elaboração Própria 
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4.2. Modelo de análise 
A construção do modelo de análise numa investigação constitui “a charneira entre a 
problemática fixada […] e o seu trabalho de elucidação sobre um campo de análise restrito 
e preciso” (Quivy & Campenhoudt, 2018, p. 107). Assim sendo, à medida que os dados vão 
sendo recolhidos e analisados, o investigador deve reformular e aperfeiçoar o seu modelo de 
análise, “pelo que [os dados] apenas se constituem como o foco inicial do fenómeno a 
estudar, ajudando a delimitá-lo e a clarificá-lo, orientando, desta forma, a pesquisa” (IUM, 
2016, p. 41).  
Assim sendo, procedeu-se à construção do modelo apresentado na figura seguinte, o 












Conforme exposto na Figura n.º 6, o modelo de análise da presente investigação 
expõe os seus principais conceitos, dimensões e variáveis, bem como as ligações entre estes, 
tal como sugere o IUM (2016). Inicialmente, estudou-se o conceito de transformação digital, 
o qual compreende três fases sequenciais e de onde importa destacar a digitalização (2.ª 
fase). Posteriormente, constatou-se que de entre as várias tecnologias móveis utilizadas pelas 
FSS, se destacam os TMD.  
Acresce que o resultado da ligação destes conceitos foi analisado tendo em conta uma 
perspetiva operacional e administrativo/logística, sendo de salientar que através do 
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Figura n.º 6 – Modelo de Análise 
Fonte: Elaboração Própria 
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enquadramento teórico surgiram as duas variáveis desta investigação: a transformação 
digital e a digitalização da GP e do BSV.  
4.3. Estratégia de investigação, método de abordagem e desenho da pesquisa 
A estratégia de investigação subjacente a este trabalho é a mista, uma vez que a 
mesma envolve, paralelamente, a recolha de dados quantitativos e qualitativos (Creswell, 
2017). De acordo com Onwuegbuzie e Leech (2006), a complementaridade destes dados 
para além de evidenciar as sobreposições ou convergências dos mesmos, permite ainda 
identificar diferentes visões do mesmo problema. Além disso, Creswell (2017, p. 32) 
acrescenta que esta forma de investigação “fornece uma compreensão mais completa de um 
problema de pesquisa do que qualquer uma das abordagens isoladamente”. 
No que diz respeito ao método de abordagem, tal como refere Marconi & Lakatos 
(2003, p. 83), este consiste num conjunto de “atividades sistemáticas e racionais que, com 
maior segurança e economia, permitem alcançar o objetivo [da investigação], traçando o 
caminho a ser seguido, detetando erros e auxiliando as decisões”. Assim sendo, na presente 
investigação recorreu-se ao método indutivo, designado pelo IUM (2016, p. 20) como uma 
“operação mental que tem como ponto de partida a observação de factos particulares para, 
através da sua associação, estabelecer generalizações que permitam formular uma lei ou 
teoria”. Neste sentido, este método permite generalizar a toda uma população aquilo que foi 
aprovado em alguns casos (Freixo, 2011). 
Por último, relativamente ao desenho da pesquisa, optou-se por seguir o Estudo de 
Caso que consiste num “procedimento metodológico através do qual o investigador procura 
recolher informação sobre um fenómeno particular inserido no seu contexto” (Saunders, 
Lewis & Thornhill, 2009, p. 145), neste caso a digitalização da GP e do BSV da GNR.  
4.4. Técnicas de recolha de dados 
A elaboração do enquadramento teórico e, consequentemente, a compreensão do 
estado da arte da temática em estudo foi feita através de revisão da literatura. Esta engloba 
fontes primárias e secundárias: as primárias incluem documentos com autoria institucional 
(e. g., o projeto Simplex 2020/2021 da AMA ou a EG2025) e legislação (e. g. emanada pela 
AR, MAI, MFAP, entre outros); as secundárias dizem respeito a revistas, livros, e-books, 
dissertações de mestrado e artigos científicos. 
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Para que seja possível avaliar um fenómeno segundo várias vertentes, há que 
diversificar as fontes (Coutinho, 2013), pelo que foram utilizadas 6 bases de dados, das quais 
se destacam a Springer e a EBSCO. Para delimitar a pesquisa dos textos objeto da revisão, 
usaram-se as palavras-chaves “transformação digital”, “digitalização”, “terminais móveis de 
dados” e “forças policiais”, e aplicaram-se filtros para excluir artigos irrelevantes e 
economizar tempo. 
Relativamente ao leque temporal da pesquisa bibliográfica, optou-se por selecionar 
artigos/trabalhos mais recentes, sendo que apenas foram citados artigos dos anos 90 com o 
objetivo de obter uma perspetiva da evolução da temática em estudo. Além disso, 
privilegiaram-se os artigos publicados em revistas científicas validadas pelo Scimago 
Instituitions Rankings, essencialmente as categorizadas nos quartis 1 e 2. 
Relativamente à parte empírica desta investigação e assumindo esta uma estratégia 
mista, recorreu-se à recolha de dados através de inquéritos por entrevista (G1) e inquéritos 
por questionário (IQ). Inicialmente, através de entrevistas semiestruturadas31 de resposta 
aberta32 recolheram-se dados relativos à transformação digital da GNR, e apuraram-se os 
constrangimentos atuais no preenchimento da GP e do BSV em papel, bem como as 
possíveis vantagens da digitalização desses mesmos documentos através de TMD e soluções 
a implementar. 
Neste sentido, foi elaborado previamente um guião33 que se submeteu aos 
entrevistados, juntamente com uma Carta de Apresentação34, na qual se explicita o objetivo 
da investigação e se solicita o consentimento para conceder a entrevista. 
Posteriormente, de forma a recolher as perceções sobre a digitalização da GP e do 
BSV dos militares envolvidos na atividade operacional, especificamente, aqueles que 
desempenham serviço de patrulha e serviços de transporte administrativo, adotou-se o IQ 
como instrumento de recolha de dados. Esta opção permite recolher informação quantitativa, 
o que possibilita a análise estatística (Barnham, 2015) e permite abranger um maior número 
da população-alvo devido à facilidade de difusão (Creswell, 2017; Fowler, 2009).  
 
31 Uma entrevista semiestruturada “não é inteiramente aberta nem encaminhada por um grande número de 
perguntas precisas”, por outro lado o investigador elabora um conjunto de perguntas guia sobre as quais deve 
imperativamente obter resposta por parte do entrevistado (Quivy & Campenhoudt, 2018, p. 192). 
32 Nas questões de resposta aberta, os entrevistados estão livres para responderem através das suas próprias 
palavras, não estando limitados a escolher uma resposta de entre várias alternativas (Prodanov & Freitas, 2013). 
33 V. Apêndice C. 
34 V. Apêndice D. 
CAPÍTULO 4. METODOLOGIA, MÉTODOS E MATERIAIS 
 
  31 
O IQ35 foi administrado on-line, através da plataforma Google Forms36, sendo 
estruturado em três partes: (1) Dados biográficos e profissionais; (2) Dados relativos à 
digitalização da GP e do BSV, com questões relacionadas com as vantagens/desvantagens 
do seu preenchimento em papel e de forma digital; e, (3) Dados relativos à utilização de 
TMD, com questões sobre a perceção dos militares quanto à sua utilização e vantagens da 
mesma. Todas as questões são fechadas37 e quando aplicável apresentam-se sob a forma de 
escala do tipo Likert38, o que permite aos inquiridos exprimir o seu grau de concordância 
relativamente a um enunciado proposto (Freixo, 2011). 
Em suma, a recolha de dados ocorreu em duas fases distintas, primeiro a recolha de 
dados qualitativos (entrevistas) e, posteriormente, de dados quantitativos (questionários). 
Neste sentido, tal como sugere Creswell (2017), os dados qualitativos recolhidos serviram 
de base para desenvolver o IQ, facilitando a escolha do tipo de escala e a categorização da 
informação. Acresce que o autor considera este “procedimento útil para passar da análise de 
dados qualitativos para o desenvolvimento em escala” (Creswell, 2017, p. 276).  
Importa relevar que com base na recolha e tratamento da informação, o passo seguinte 
consistiu no desenvolvimento de um modelo que permitirá testar o processo de digitalização 
da GP e do BSV e aferir o seu impacto na transformação digital da GNR. Neste contexto, 
foram colocadas questões a algumas entidades com conhecimento nos aspetos necessários 
para operacionalizar esta digitalização. 
4.5. Amostragem: composição e justificação 
Segundo Haro et al. (2016, p. 133), o universo diz respeito ao “conjunto de todos os 
sujeitos, casos ou observações suscetíveis de serem agrupados segundo uma determinada 
característica”. Assim sendo, no domínio da presente investigação, quer nas entrevistas quer 
nos questionários, o universo corresponde a todos os militares que integram a GNR no ano 
de 2020, o que perfaz um total de 23699 militares39: 848 Oficiais, 2412 Sargentos e 20439 
Guardas (GNR, 2020a). 
 
35 V. Guião no Apêndice E. 
36 A recolha de dados aconteceu desde o dia 2 de março de 2021 até ao dia 27 de março de 2021. 
37 Nas questões de resposta fechada o inquirido escolhe a sua resposta de entre um conjunto preestabelecido 
(IUM, 2016). 
38 A escala utilizada contém 5 pontos verbais, em que 1 corresponde a “Discordo Totalmente” e 5 a “Concordo 
Totalmente”. 
39 De acordo com o Plano de Atividades da GNR (PAGNR) de 2020, tendo como referência o Mapa de Pessoal 
para o ano de 2020. 
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No entanto, perante a impossibilidade de considerar todo o universo, definiu-se a 
população-alvo, ou seja, a que reúne caraterísticas do universo fundamentais para a 
realização desta investigação porque “se relacionam com os conceitos e com as variáveis a 
estudar” (IUM, 2016, p. 26). Neste caso, a população-alvo corresponde também à população 
acessível, uma vez que compreende um conjunto de militares bem conhecedores da realidade 
e disponíveis para fornecer dados no âmbito do presente estudo (IUM, 2016). 
Assim sendo, relativamente às entrevistas, a população-alvo diz respeito aos Oficiais 
da GNR a desempenhar funções na DCSI do CO e na Direção de Recursos Logísticos (DRL) 
do Comando da Administração dos Recursos Internos (CARI). Em qualquer destas 
estruturas, muitos Oficiais poderiam apresentar contributos para esta investigação, mas 
atendendo a que o objetivo consiste em avaliar o impacto da digitalização da GP e do BSV 
na transformação digital da GNR, optou-se por selecionar os Oficiais que assumem, ou já 
assumiram, um papel ativo na transformação digital da GNR. Deste modo, a amostra é de 
tipo intencional40, resultando em 4 Oficiais da CO/DCSI e 3 Oficiais do CARI/DRL41.  
Quanto ao IQ, a população inclui todos os militares das diversas Unidades, 
Estabelecimentos e Órgãos (U/E/O) que desempenham serviço de patrulha e serviços de 
transporte administrativo, e que por conseguinte efetuam o preenchimento da GP e do BSV. 
Trata-se de uma população de cerca de 8669 militares42, aos quais foi enviado o convite para 
preencherem o questionário, garantindo que qualquer membro da população-alvo tinha a 
mesma “probabilidade (…) de ser incluído na amostra” (Fink, 2019, p. 68), o que constitui 
condição necessária para garantir que a amostra é aleatória43. Obteve-se assim uma amostra 
de 1201 militares, o que perfaz uma taxa de resposta de cerca de 14%. 
O estudo de amostras representativas permite “chegar a conclusões extrapoláveis aos 
restantes elementos da população” (IUM, 2016), sendo que quanto maior e mais 
representativa for a amostra, maior será a força indutiva do argumento (Souza, 1976). No 
presente caso, para uma margem de erro44 de 5% e um nível de confiança45 de 95%, a 
 
40 Amostragem não probabilística e do tipo intencional consiste na “escolha deliberada dos sujeitos que 
constituirão a amostra” (Rosado, 2017, p. 128);  
41 V. Apêndice F. 
42 De acordo com o PAGNR de 2020, tendo como referência o Mapa de Pessoal para o ano de 2020. 
43 A amostra aleatória é o método mais rigoroso para selecionar uma amostra (Gravetter & Wallnau, 2009), 
uma vez que se a amostra não for aleatória o estudo “não fornece tanta confiança na generalização dos 
resultados para a população original” (Draugalis & Plaza, 2009). 
44 A margem de erro representa a “precisão com que as respostas fornecidas [pela] amostra se correlacionam 
com as respostas fornecidas por toda a população” (Creswell, 2017, p. 205). 
45 O nível de confiança (95%) para a margem de erro estabelecida (5%) significa que “95 de 100 amostras terão 
o verdadeiro valor da população” (Haro, 2016, p. 149). 
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dimensão mínima da amostra seria de 368 militares e foram inquiridos mais de 100046, o que 
ilustra a robustez científica deste estudo.  
4.6. Tratamento dos dados 
Uma vez obtidos os resultados dos questionários e das entrevistas, o passo seguinte 
consiste na análise e interpretação dos mesmos, sendo que a sua importância reside, 
sobretudo, em proporcionar as respostas às questões da investigação (Marconi & Lakatos, 
2003). Assim sendo, de forma a conferir rigor científico aos dados recolhidos (Robson & 
McCartan, 2016), foram realizadas análises de conteúdo e análises estatísticas. 
Quanto à análise de conteúdo das entrevistas, após a leitura das mesmas foram 
construídas sinopses, cujas ideias-chave foram agrupadas em categorias, o que permitiu o 
cruzamento das informações obtidas (Garrett, Spreitzer & Bacevice, 2017). 
Nessa análise utilizou-se o software NVivo, que “fornece uma variedade de 
ferramentas para lidar com registos de dados e informações [… de modo a codificá-las] em 
categorias […] com precisão e rapidez” (Richards, 1999). A redução da informação e sua 
agregação em categorias permitiu, posteriormente, estabelecer ligações entre as ideias e tirar 
ilações.  
Relativamente aos dados recolhidos através do IQ, estes foram extraídos diretamente 
do Google Forms e tratados através do Microsoft Office Excel (versão Professional Plus 
2019), do IBM Statiscal Package for the Social Sciences (SPSS) e do RStudio com o Pacote 
Likert. Para garantir a fiabilidade destes dados, foi calculado o coeficiente Alfa de Cronbach 
(α)47, sendo que se obteve um valor de α = 0,968, o qual indica um grau de confiabilidade 




46 V. Apêndice G. 




APRESENTAÇÃO, ANÁLISE E DISCUSSÃO DOS RESULTADOS 
No presente capítulo apresentamos, analisamos e discutimos os dados que foram 
obtidos através do trabalho de campo, mediante a aplicação dos instrumentos de recolha e 
tratamento de dados anteriormente mencionados.  
Neste sentido, pretende-se, através da triangulação dos dados empíricos e da revisão 
de literatura, fundamentar as conclusões desta investigação. A partir do conhecimento 
apurado com base nas entrevistas e nos inquéritos por questionário, propõe-se um modelo a 
implementar da GP e do BSV digital, através de um TMD escolhido.  
5.1. Resultados do Inquérito por Entrevista e Questionário  
5.1.1. Caraterização da(s) Amostra(s)  
As entrevistas foram aplicadas a uma amostra de sete Oficiais da GNR, quatro a 
desempenhar funções no CO/DCSI e três no CARI/DRL. Importa recordar que a seleção 
destes entrevistados decorre do conhecimento que detêm sobre os processos de digitalização 
e transformação digital da GNR.  
Por sua vez, o IQ foi aplicado a uma amostra de 1201 militares (Tabela n.º 10). Esta 
amostra é constituída por 92,2% de indivíduos do sexo masculino e 7,8% do sexo feminino 
(Tabela n.º 11). A maioria (62,4%) possui entre 31 a 45 anos, seguindo-se os que têm uma 
idade compreendida entre os 46 e 55 anos (21,8%). Só 15,5% dos inquiridos têm menos de 
30 anos e apenas 0,3% tem mais de 56 anos (Tabela n.º 12).  
A categoria de Guardas (85,5%) é naturalmente a mais representada, seguindo-se a 
categoria de Sargentos (11%) e, por último, a de Oficiais (3,8%) (Tabela n.º 14). No que diz 
respeito à Arma ou Serviço, 85,5% dos militares são de Infantaria, 12,5% de Cavalaria, 1,1% 
é Guarda Florestal, 0,5% de Transmissões, 0,2% de Administração Militar e 0,1% de 
Engenharia (Tabela n.º 15). A Unidade de colocação dos inquiridos está detalhada na Figura 
n.º 13 (Apêndice J). 
No que diz respeito ao tempo de experiência profissional dos inquiridos em serviço 
de patrulha, a amostra está bastante distribuída: 26,2% desempenham este serviço há mais 
de 21 anos; 24,4% entre 16 e 20 anos; 20,4% entre 11 e 15 anos; 16% há menos de 5 anos e 
13% entre 6 e 10 anos (Tabela n.º 17). Quanto ao desempenho de funções de transporte 
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administrativo, 50,7% dos inquiridos desempenha atualmente ou já desempenhou este 
serviço e 49,3% não tem essa experiência. Acresce que dos que desempenham/já 
desempenharam este serviço, 44,6% fazia-o com regularidade, 29,5% todos os dias e apenas 
25,7% raramente (Tabela n.º 19). 
Segue-se então a apresentação, análise e discussão dos resultados obtidos, começando 
pelos dados obtidos com as entrevistas. 
5.1.2. Transformação Digital da GNR 
A pergunta 1 do G1 (G1.1), cuja sinopse se apresenta no Quadro n.º 1, pretende 
conhecer as medidas implementadas pela Instituição no âmbito da sua transformação digital.  
Segundo o Entrevistado 1 (E1), na GNR a transformação digital apenas tomou a 
forma de projeto em 2020. Uma das mudanças mais referidas nesse âmbito consiste na 
integração dos Sistemas de Informação, Gestão e Apoio Operacional (SIGAOp), a fim de 
incrementar, nomeadamente, a interoperabilidade do SIIOP com o SIGRI. 
Para além da PABS referida na revisão de literatura no âmbito da manutenção 
evolutiva, preventiva, corretiva e adaptativa do SIIOP, no futuro, prevê-se a criação do 
SIIOG versão 4.0, a qual vai materializar a construção de uma abordagem comum aos vários 
SI da GNR, tanto na vertente operacional, como na gestão dos recursos internos, documental, 
da formação e do conhecimento, “com uma previsão de ocorrência em 2025” (E1). Importa 
referir que a implementação do SIGRI começou em 2019 e, desde então, ocorreram 
alterações significativas ao nível da gestão da frota da GNR. 
Paralelamente, destacam-se também os investimentos na inovação técnica e de 
processos com suporte das TIC, maioritariamente, em tecnologia de processamento, de 
virtualização de sistemas, de armazenamento, de backup e de reposição a falhas. Além disso, 
foi também referido pelos entrevistados (E3, E6) que se encontra em curso um processo para 
aquisição de TMD para uso operacional. 
Por outro lado, questionados sobre a importância que depositam na desmaterialização 
e digitalização de atos como forma de atualizar e potenciar os recursos e capacidades da 
GNR (G1.2), os entrevistados referem diversos aspetos (Quadro n.º 2). Primeiramente, 
salientam a importância na rentabilização e gestão de recursos, “quer humanos quer 
materiais, mas sobretudo tempo” (E7), uma vez que a possibilidade de obter uma visão 
ampla do empenhamento dos recursos permite a otimização da gestão dos meios e uma 
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melhor afetação dos recursos, em tempo oportuno, para que “a atividade logística se possa 
desenvolver com maior economia, eficiência e eficácia” (E5).  
Paralelamente, realçam a importância da desmaterialização e digitalização no 
tratamento dos dados (E2, E6), facilitando não só a recolha como também o reporte dos 
mesmos, evitando-se erros e possibilitando a uniformização logo na origem, através de 
ferramentas de auxílio de preenchimento ao utilizador. Por último, a sua importância recai, 
igualmente, no acesso e registo da informação, em tempo real (E1, E6). 
Não obstante, tal como refere o E3, “a desmaterialização e a digitalização dos 
processos é unicamente o início do processo de transformação digital […] um processo 
complexo e que nunca está terminado”. Facto este já comprovado na revisão de literatura, 
uma vez que a transformação digital implica mudanças estratégicas contínuas em toda a 
Instituição (Pagani & Pardo, 2017; Sebastian et al., 2017). 
5.1.3. A utilização de Terminais Móveis de Dados pelos militares 
A questão G1.3 perguntava aos entrevistados “Qual seria o impacto na atividade 
operacional se os patrulheiros tivessem ao seu dispor TMD?”. As respostas vão ao encontro 
do que se apurou na revisão de literatura.  
Não restam dúvidas de que o modelo de policiamento baseado no senso comum e no 
contacto interpessoal está a ser desafiado pelo uso de dispositivos digitais, capazes de conter 
as informações relevantes à atuação policial, em tempo real (Tanner & Meyer, 2015). Este 
foi, de facto, um dos impactos da utilização dos TMD mencionado pelos entrevistados, o 
acesso à informação que, pelo facto de ser em tempo real, potenciará a eficácia e eficiência 
da missão dos patrulheiros. Além disso, os TMD podem incrementar a segurança, rapidez e 
consistência das operações de recolha e tratamento de dados, “desde que a recolha de dados 
possa ser validada automaticamente nas plataformas digitais” (E1). 
Cumulativamente, os entrevistados referiram ainda impactos na própria atuação dos 
militares, potenciando o seu desempenho, aumentando não só a segurança destes, mas 
também a dos próprios cidadãos e contribuindo para a “obtenção de ganhos de eficiência do 
tempo útil em atividade operacional das patrulhas” (E5). 
Cruzando estas apreciações com os resultados dos IQ, realça-se a convergência de 
opiniões. Efetivamente, a perceção que os militares do terreno têm da utilização de TMD é, 
igualmente, bastante positiva: 84% considera que teriam “acesso oportuno a informações 
relevantes, precisas, atuais e específicas” e que “os TMD têm muita utilidade” (Figura n.º 
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27). Além disso, 83% concorda com as afirmações de que “com um TMD evitam-se 
redundâncias de processamento de expediente” e que têm “capacidade para trabalhar com 
este tipo de tecnologia” (Figura n.º 27).  
Quanto ao facto de os entrevistados afirmarem que a utilização de TMD tem impacto 
na atuação dos militares, também se objetiva nos questionários, com 76% a concordar que 
“um TMD permite celeridade policial” e 75% a declarar que com ele poderiam 
“desempenhar a [sua] função com mais facilidade”, além de que 67% afirma que “com um 
TMD a [sua] proatividade iria aumentar” (Figura n.º 27). 
Por outro lado, em resposta à G1.4: “Qual seria o impacto nas atividades de apoio e 
suporte, como a administrativa e logística, se os patrulheiros e condutores de serviço 
tivessem acesso a TMD?”, os entrevistados constataram diversas vantagens da utilização 
deste tipo de tecnologia para as atividades de apoio e suporte. Nomeadamente, a 
possibilidade de obter informação em tempo real, “o grande desígnio de gestão” (E2), o que 
permite um acompanhamento mais atual da situação dos recursos e, paralelamente, dar 
resposta às necessidades de apoio da atividade operacional.  
Tal como referiu o E6, a utilização dos TMD por parte dos patrulheiros e condutores 
“é um apoio para a gestão”, facilitando o “registo/afetação de custos às respetivas atividades” 
(E5). Além disso, os entrevistados realçaram ainda que os TMD podem contribuir para uma 
contabilidade analítica mais eficiente, o que vai fiabilizar a divulgação da atividade da GNR, 
perante os seus stakeholders, os decisores políticos e, sobretudo, a sociedade portuguesa. 
Por último, importa referir que o recurso a TMD também constituirá uma “excelente 
ferramenta” (E5), em termos logísticos, para monitorização dos projetos da GNR (e. g., 
projetos comunitários). 
5.1.4. A digitalização da guia de patrulha e do boletim de serviço do veículo através de 
terminais móveis de dados 
Com a questão G1.5 pretendeu-se apurar junto dos entrevistados como funciona o 
preenchimento da GP e do BSV.  
Sistematizando as respostas, no que se refere à GP destaca-se que o preenchimento 
ocorre nos vários módulos do SIIOP (E1, E3, E4, E5, E6), tal como explícito na Figura n.º 
7 e mais detalhadamente no Anexo F.  
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Em primeiro lugar, o responsável pelo planeamento cria uma GP planeada, sendo esta 
entregue em suporte papel ou disponibilizada no SIIOP-P ao efetivo que vai executar o 
serviço. Os militares que não a tenham em suporte papel vão imprimi-la e transportá-la 
consigo durante a patrulha. Posteriormente, no final desse serviço, todos os dados escritos 
manualmente na GP são transpostos para o SIIOP-P, normalmente por outro militar que não 
o que executou o serviço.  
Importa salientar que o relatório de situação (SITREP) é um módulo disponível no 
SIIOP-P e consiste num relatório diário elaborado através das GP, que inclui os factos de 
interesse operacional, nomeadamente, as informações relativas às várias Zona de Ação, 
como a situação do efetivo e da logística.  
Relativamente ao preenchimento do BSV, tal como refere o E2, este é feito 
“puramente em papel”, sendo que desta forma não é possível retirar proveito dos dados. Não 
obstante, os entrevistados adiantam que este documento deverá passar a ser preenchido 
através do SIIOP, de modo a ser abrangido pelo processo de interoperabilidade do SIIOP 
com o SIGRI. 
Quando ponderam as desvantagens/disfunções associadas ao preenchimento destes 
documentos em suporte papel, os entrevistados referiram: (1) necessidade de maior 
empenhamento de recursos; (2) dificuldade da transmissão de dados e informação clara e 
isenta de erros; (3) ausência de disponibilização de informação em tempo oportuno; (4) 
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trabalho de efetivo que compõe 
a patrulha/ronda/atividade” ou 
no módulo “Serviço do Órgão” 
no menu “Registos” 
Figura n.º 7 – Processo de preenchimento da GP 
Fonte: Resultados da pergunta 5 do Inquérito por Entrevista 
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duplicação dos registos; (5) desmotivação dos militares (6) risco de extravio dos 
documentos; (7) incompatibilidade dos SI; e (8) impacto ambiental. Importa destacar que as 
desvantagens identificadas no empenhamento de recursos, sejam materiais, humanos ou de 
tempo, aliadas aos custos associados com os gastos em papel são “contrários aos princípios 
promovidos pela AP” (E5). 
As desvantagens associadas ao uso do papel também são evidentes para os inquiridos 
do IQ, destacando-se o impacto ambiental motivado pelos gastos em fotocópias e impressões 
das GP e dos BSV (Figura n.º 17 e 23).  
Além disso, importa salientar que os inquiridos consideram que o tempo despendido 
no preenchimento da GP poderia ser utilizado em tarefas mais relevantes. Neste âmbito, 
constata-se que 69% dos inquiridos gastam menos de 10 minutos no preenchimento da GP, 
mas 25% gastam entre 10 a 15 minutos e 5,9% ocupam mais de 15 minutos nesse 
preenchimento. Paralelamente, 77% dos inquiridos consideram que poderiam poupar tempo 
se o preenchimento da GP fosse digital. 
Identificadas as desvantagens associadas ao preenchimento em papel do GP e do 
BSV, todos os entrevistados consideram que o preenchimento em suporte digital permitiria, 
pelo menos, minimizar os problemas identificados, uma vez que, como refere o E1, “a 
disponibilização de meios tecnológicos e digitais aos militares é o passo futuro da GNR” 
(Quadro n.º 7). 
Em concreto, foram identificadas as seguintes vantagens (Quadro n.º 8): (1) 
Diminuição dos recursos necessários; (2) Acesso oportuno a informação uniformizada; (3) 
Evitar a duplicação de registos; (4) Validação de dados automática; (5) Georreferenciação e 
Monitorização. De salientar que esta monitorização será potenciada na versão 3.0 do SIIOP, 
através de dashboards que permitem a visualização das operações do efetivo em curso. Além 
disso, tal como afirma o E6, o tempo de registo destes documentos iria diminuir 
substancialmente, “um claro benefício para a atividade operacional”. 
De novo encontramos convergência com as opiniões expressas no questionário, em 
que 85% concordam com a implementação de uma GP digital e 87% afirmam que seria 
benéfico se esse preenchimento fosse feito diretamente no SIIOP num TMD (Figura n.º 20). 
Quanto à implementação de um BSV digital, 76% concordam com essa implementação 
(Figura n.º 24). Para os inquiridos, as maiores vantagens da digitalização de ambos os 
documentos seriam a diminuição dos gastos em papel, a facilidade de partilha de informação, 
a validação automática dos dados e a facilidade de preenchimento (Figura n.º 21 e 25). 
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Além disso, para as vantagens da utilização de TMD no preenchimento digital da GP 
e do BSV (PQ 23), os militares do terreno inquiridos, referiram vantagens a nível da 
“informação [ser] atualizada e acessível” (85%), para além de melhorar a comunicação 
institucional (81%), de facilitar a gestão dos recursos (78%), da maior “rapidez do despacho” 
(76%) e, por último, de lhes proporcionar um “maior profissionalismo” (75%) (Figura n.º 
30). 
Apesar deste quadro favorável à digitalização, procurou-se saber se existirão também 
desvantagens neste processo e, efetivamente, alguns entrevistados também identificaram 
alguns pontos menos positivos. Primeiramente, o facto de ser um processo caro e moroso, 
que requer tempo para alteração dos processos existentes e para implementação. Depois, 
foram também referidas barreiras informáticas motivadas pelo facto de os SI da GNR não 
comunicarem entre si, sendo que esta digitalização “exige sintonia de muitas áreas 
funcionais diferentes da GNR” (E3). Por último, assim como constatado na revisão de 
literatura, outra desvantagem é a resistência à mudança, a qual depende da aceitação por 
parte dos utilizadores da nova tecnologia (Smith, Caputi & Rawstone, 2000). Este aspeto foi 
referido pelo E3, nomeadamente que existe uma “limitação natural à inovação”. 
Para os inquiridos, os maiores constrangimentos da digitalização da GP e do BSV são 
as eventuais falhas de rede, bem como as avarias nos TMD, as quais necessariamente 
impossibilitam o preenchimento dos documentos (Figura n.º 22 e 26). 
No sentido de melhorar o conteúdo informativo da GP e do BSV, os entrevistados 
foram questionados sobre a pertinência de adicionar a recolha de outros dados, para além 
dos recolhidos atualmente. Em primeiro lugar, tal como refere o E5, importa estar consciente 
de que “a recolha de dados per si não traz quaisquer ganhos. O valor acrescentado encontra-
se [no] tratamento dos dados”. Assim sendo, o E6 refere que seria benéfico que através do 
registo de uma GP fosse, automaticamente, originado o BSV do veículo utilizado pela 
patrulha (nos casos aplicáveis). Por outro lado, acrescenta que a interoperabilidade do SIIOP 
com o SIGRI deverá permitir a recolha de determinados dados logísticos referentes aos 
recursos materiais utilizados pelos militares aquando do serviço, como por exemplo: 
alcoolímetros, rádios, armamento, etc. Além disso, importa salientar que seria importante 
acrescentar a parte dos abastecimentos na GP, uma vez que sem este dado a 
monitorização/controlo dos gastos em combustível dos veículos destinados ao serviço de 
patrulha é mais difícil e menos preciso.  
Cumulativamente, o E4 referiu a recolha de notícias e informações, as quais depois 
de trabalhadas por especialistas nesta área, seriam essenciais para a atividade operacional.  
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5.1.5. A escolha do terminal móvel de dados 
Relativamente à escolha do TMD mais adequado a esta digitalização, os entrevistados 
preferiram o tablet, seguido do telemóvel, e nenhum optou pelo computador. A justificação 
prende-se, essencialmente, com a portabilidade e a facilidade de uso destes TMD, bem como 
a dimensão do ecrã, o espaço reduzido que ocupam e o facto de não condicionarem a 
presença no exterior dos militares. Qualquer destes equipamentos deve ter caraterísticas 
robustecidas e, como refere o E2, no caso de estes operarem um software que não seja 
intuitivo, deverá ter um teclado destacável associado. Os E1 e E3 referiram ainda que será 
necessário adquirir, cumulativamente, uma impressora térmica para impressão de 
expediente. 
Apesar da decisão de adotar uma nova tecnologia ser dos Comandantes e políticos 
interessados na organização policial (Bouwman & Wijngaert, 2009, p. 186), não se deve 
descorar a opinião dos futuros utilizadores dessa mesma tecnologia, neste caso, os 
patrulheiros e condutores da GNR. Na opinião destes, o TMD mais votado foi o tablet (80%), 
seguido do computador (75%) e só depois do telemóvel (47%) (Figura n.º 29).  
Quanto a caraterísticas de hardware e software que os entrevistados entendem ser 
mais importantes na escolha de um TMD, destacam-se os aspetos expostos na Figura n.º 8, 
inclusive algumas especificações extra.  
No que diz respeito à opinião expressa nos IQ, mais de 80% dos militares concorda 
que os TMD devem ter: (1) Acesso à rede, em qualquer local; (2) Alimentação através do 
isqueiro do veículo; (3) Bateria com um mínimo de 8 horas de autonomia; (3) Proteção 
antichoque; (4) Certificação contra infiltrações de água ou poeiras; (5) GPS; (6) Disco para 
armazenamento; (7) Leitor de Cartões; (8) Bluetooth; (9) Certificação contra interferências 
eletromagnéticas; (10) Câmara fotográfica frontal e traseira; e (11) Ecrã tátil e compatível 
com o uso de luvas (Figura n.º 29). 
Relativamente às medidas que poderiam ser implementadas para segurança do TMD 
e das informações nele contidas, os entrevistados afirmam que, estando o TMD ligado à 
RNSI, estão garantidas as medidas de segurança necessárias. O E2 refere, ainda, que os TMD 
devem ter associado um código de acesso, o qual deve identificar, paralelamente, o utilizador 
para efeitos de registo. 
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Figura n.º 8 – Caraterísticas de hardware, software e especificações extra necessárias num TMD 
Fonte: Resultados da pergunta 12 do Inquérito por Entrevista 
Quanto à forma mais eficiente e segura de ligação à rede (e. g., via wireless, através 
de dados móveis ou de ligação à rede da Unidade), os entrevistados (1, 2, 3 e 4) sugerem a 
utilização de dados móveis, uma vez que desta forma é privilegiada a mobilidade 
operacional. Relativamente à via wireless, não existe consenso entre os entrevistados sobre 
a sua segurança. 
Os entrevistados foram também questionados sobre a melhor forma de calcular e 
perspetivar os recursos materiais necessários à digitalização da GP e do BSV. Neste sentido, 
tal como afirma o E6, “numa situação ideal existirão tantos equipamentos quantos os 
militares/efetivos que estejam projetados em simultâneo no exterior”. Na impossibilidade de 
tal acontecer, o E1 e o E3 sugerem que os TMD deveriam ser distribuídos pelos PTer, bem 
como por algumas unidades especiais que executam serviço operacional. Por outro lado, o 
E2 considera que “os tablets deveriam estar agregados à viatura”, fazendo parte do completo 
da mesma. 
Em relação aos aspetos a ter em conta para calcular os custos da digitalização dos 
documentos, os entrevistados referiram os custos associados à implementação/aquisição de 
hardware e software, bem como os custos de obtenção de novas aplicações, de formação, de 
manutenção corretiva (para resolver bugs no software dos TMD) e evolutiva (devido à 
criação de nova legislação). 
• Placa Gráfica - Intel HD 620 ou equivalente;
• Processador Intel® i5, 6 MB Cache, 4 Core, ou superior;
• Memória mínima de 8 GB RAM;
• Disco para armazenamento SSD (mínimo de 128 GB);
• Monitor com dimensões entre 11'' a 12'';
• Monitor com brilho de 800 Nits ou superior;
• Leitor de cartões Smart Card encastrado;
• Bateria (mínimo de 8 horas de operação);
• 1 porta HDMI out;
• GPS dedicado (antena);
• Conectividade mínima: LTE 4G, Wi-fi, Bluetooth;
• Câmara fotográfica frontal (no mínimo 5 Mpixeis);
• Câmara fotográfica traseira (no mínimo 8 Mpixeis);
• Garantir alimentação a partir de 220V AC e de 12V DC;
• Pega incorporada.
Hardware
• Sistema operativo Microsoft Windows 10 Professional 64bit.Software
• Caneta para escrita em ecrã;
• Teclado destacável com touchpad;
• Certificação MIL-STD-810G;
• Certificação MIL-STD-461F;
• Classificação IP65; 
• Garantia mínima de 3 anos;
• Touchscreen compatível com o uso de luvas
Especificações 
Extra
CAPÍTULO 5. APRESENTAÇÃO, ANÁLISE E DISCUSSÃO DOS RESULTADOS 
 
  43 
Como se sabe, a modernização das Entidades da AP é muitas vezes adiada ou 
negligenciada devido aos custos adjacentes (Bilton et al., 2017), no entanto, assim como 
refere o E2, a “digitalização é obviamente o passo seguinte e não nos podemos dissociar 
disso”, sendo que a GNR deve olhar para a sua transformação digital “como um investimento 
e não como um custo”. 
5.2. Análise de Custos 
O presente subcapítulo pretende identificar quais são os recursos materiais e 
financeiros necessários à implementação digital da GP e do BSV, com recurso a um TMD, 
atendendo às considerações dadas pelos Entrevistados e pelos Inquiridos. Neste contexto, 
importa salientar que esta digitalização concorre para a transformação digital da GNR e vai 
de encontro a outros projetos já desenvolvidos pela Instituição, por exemplo: o projeto 
“Transformação Digital da GNR”, o Projeto “Guarda Digital” e o “Projeto Guarda Digital 
Plus”. Nesta linha de pensamento, a presente digitalização dá continuidade aos projetos 
referidos, na medida em que se pretende alargar a transformação digital da GNR à área da 
logística, especificamente, à recolha e tratamento dos dados logísticos adjacentes ao uso dos 
veículos da Instituição, a fim de aprimorar e tornar mais eficiente e eficaz a gestão do PVG. 
5.2.1. Modelos para a digitalização 
Para operacionalizar a digitalização da GP e do BSV em toda a orgânica da GNR, 
foram definidos os dois modelos referidos nas entrevistas. 
O primeiro modelo consiste na digitalização dos documentos supracitados através da 
agregação de um TMD a todos os veículos operacionais do PVG (4840 veículos48). Este 
conjunto de veículos foi divido em dois grupos distintos49: um grupo com os veículos afetos 
ao patrulhamento ou fiscalizações (3466 veículos) e outro com todos os restantes (1374 
veículos). Esta divisão surge da necessidade em distinguir os veículos afetos à atividade 
operacional cujo serviço prestado pode implicar o preenchimento de uma GP, dos veículos 
cuja utilização carece mormente do preenchimento do BSV (veículos afetos a serviços 
gerais/administrativos). 
 
48 Cfr.: Mapa do SIGRI/Gestão de Frota, atualizado à data de 23 de março de 2021 (foram excluídos da 
contabilização todos os veículos inoperacionais e/ou com proposta de abate). 
49 V. Apêndice K. 
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O segundo modelo consiste na distribuição dos TMD pelas Unidades da GNR50, de 
modo a garantir que existirão tantos equipamentos distribuídos quanto o número de patrulhas 
e de transportes administrativos que sejam executados no terreno, em simultâneo. 
Neste sentido, para operacionalizar este modelo foi apurada uma média do número 
diário de serviços de patrulha e de transporte administrativo efetuados por todas as Unidades 
em estudo. Para tal, utilizou-se o histórico das patrulhas realizadas no mês de Fevereiro de 
2020 (85 30651), o que perfaz uma média diária de 2942 patrulhas. Paralelamente, solicitou-
se a todos os Chefes das Secções de Recursos Logísticos e Financeiros (SRLF) ou 
Comandantes das Companhias de Comando e Serviços (CCS), o número médio diário de 
serviços de transporte gerais/administrativos efetuados nas suas Unidades ou CTer, o que 
perfez um número total de 178 serviços diários52.  
Importa salientar que, tal como referiram os Chefes das SRLF e os Comandantes das 
CCS, uma grande parte do serviço administrativo é realizado durante o serviço das patrulhas. 
Por exemplo, as Unidades que apresentam 0 serviços diários (e.g., CTer Açores, CTer 
Guarda, etc.), na verdade, executam esse tipo de serviços com a mesma viatura e aquando 
do serviço de patrulha. Neste sentido, na média dos serviços administrativos, apenas foram 
contabilizados aqueles que se realizam em separado das patrulhas. Se assim não fosse, 
estaríamos a atribuir dois TMD para serem utilizados numa única utilização de uma 
determinada viatura, ainda que com esta sejam efetuados dois serviços distintos. 
5.2.2. A aquisição dos tablets 
Atendendo à opinião da maioria dos entrevistados/inquiridos, o TMD mais adequado 
à digitalização da GP e do BSV é o tablet, cujo período de vida útil é de 4 anos53. 
Neste contexto, importa referir que existe uma clara distinção entre a índole do 
serviço de patrulha e a dos serviços de transporte gerais/administrativos, uma vez que o 
primeiro pode implicar riscos e tem um grau de violência elevado (Manning, 2003), o que 
não se verifica num serviço de transporte administrativo. Além disso, denota-se que a 
necessidade do TMD sair do veículo num serviço de patrulha ou numa fiscalização é 
 
50 Foram considerados os 20 CTer, as Unidades Especializadas, a Escola da Guarda e a Reserva. 
51 Dados extraídos do SIIOP. Foram analisados os históricos do mês de fevereiro de 2020 (85 306 patrulhas) e 
de 2021 (82 590 patrulhas), a fim de apurar se existem diferenças relevantes entre uma época normal e uma 
altura em que o país estava confinado devido ao COVID-19, sendo que se concluiu que o fluxo das patrulhas 
foi maior em 2020, de tal modo que se utilizou esse valor como referência. 
52 V. Apêndice L. 
53 Cfr.: Decreto-Lei n.º 192/2015, de 11 de setembro: Aprova o Sistema de Normalização Contabilística para 
as Administrações Públicas. 
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substancialmente maior do que num serviço de transporte normal, uma vez que no primeiro 
caso o TMD poderá ser utilizado, não só no preenchimento da GP mas também no 
processamento de expediente ou na consulta de legislação. Além disso, a consulta do SIIOP, 
assim como o preenchimento de expediente, leva a que um tablet utilizado neste âmbito 
tenha, necessariamente, de ter uma capacidade de processamento e armazenamento 
melhoradas. 
Desta forma, as caraterísticas robustecidas que os tablets devem ter (referidas nas 
entrevistas) são essenciais, sobretudo, no contexto das patrulhas ou fiscalizações. Não se 
verifica esta necessidade num tablet que sirva, quase exclusivamente, para o preenchimento 
do BSV e que não saia do veículo durante todo o serviço que esteja a ser prestado (não 
estando sujeito a apanhar chuva, por exemplo). Atendendo a este facto, a atribuição de 
tablets deve ser diferente consoante o tipo de serviço em que este vai ser utilizado. 
Neste contexto, foi efetuado um estudo de mercado para encontrar os tablets com 
todas as especificações referidas no subcapítulo anterior, destinado ao uso operacional e à 
digitalização da GP (“tablet operacional”) e, paralelamente, também foram analisados outros 
tablets sem as caraterísticas que não se revelam importantes para os serviços de transporte 
gerais/administrativos (“tablet administrativo”), chegando-se a um conjunto de 11 tablets54. 
Desse conjunto, foram solicitados orçamentos para o Getac F11055 e o Microsoft 
Surface Pro 7+56, uma vez que estes foram os tablets que melhor cumpriram os requisitos 
de hardware e software referidos nos inquéritos. Paralelamente, foi solicitado um 
orçamento, também à Bechtle, para o Microsoft Surface Go 2 LTE, pois este cumpre os 
requisitos para um “tablet administrativo”, ou seja, é um tablet ligeiramente mais pequeno, 
com um processador inferior e possui, das certificações robustecidas, apenas uma capa 
protetora de silicone (certificada com a MIL-STD-810G). 
Desta forma, a Tabela seguinte demonstra as quantidades necessárias de tablets para 
cada modelo. Refira-se que aos montantes de tablets necessários foi acrescentada uma 
margem de segurança de 1,2, para acautelar eventuais necessidades extraordinárias ou 
 
54 V. Apêndice M. 
55 A Getac é uma empresa fundada em 1989, que fornece soluções de computação robustas, capazes de suportar 
ambientes específicos para as FSS. Esta empresa detém uma aliança estratégica com a Logiscenter, a qual tem 
presença em Portugal, pelo que foi estabelecido contacto com esta, a fim de solicitar um orçamento para a 
aquisição da quantidade necessária dos tablets (Cfr.: https://www.getac.com/us/about-us/, acedido em 11 de 
abril de 2021; https://www.logiscenter.pt/sobre_logiscenter, acedido em 11 de abril de 2021). 
56 O orçamento foi solicitado à Microsoft por interface da Bechtle, a maior empresa de sistemas de tecnologia 
de informação da Alemanha que comercializa em Portugal (Cfr.: https://www.bechtle.com/de-en/about-
bechtle/company, acedido em 11 de abril de 2021). 
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avarias de alguns equipamentos. Neste sentido, na totalidade, para o modelo 1 são precisos 
5808 e para o segundo modelo 3744. 
Tabela n.º 2 – Quantidades de tablets necessárias  







Modelo 1 Modelo 2 




bens de capital 
D.07.01.07 4159 1649 3530 214 
Fonte: Elaboração Própria 
Assim, no Apêndice N estão definidas as várias hipóteses para aquisição dos tablets, 
tendo em consideração as quantidades necessárias e os preços unitários estabelecidos nos 
orçamentos solicitados às empresas. Desta forma, pela análise das Tabelas n.º 37 e 38, do 
Apêndice N), podemos afirmar que tendo como base a melhor relação qualidade/preço, a 
hipótese que se sobrepõe às restantes é a 1, para o modelo 2. 
Nesta hipótese, estamos perante um investimento total de 5.288.028,36€, para a 
aquisição de 3530 “tablets operacionais” (Surface pro 7+) e 214 “tablets administrativos” 
(Surface Go 2 LTE), para sua posterior distribuição pelas Unidades. 
5.2.3. Investimento no SIIOP e no SIGRI 
Em primeiro lugar, relativamente ao SIIOP, uma vez que este já permite o 
preenchimento digital da GP, seria apenas pertinente acrescentar-lhe os campos 
mencionados nas entrevistas: os recursos materiais utilizados pelos militares aquando do 
serviço (e.g., alcoolímetros, rádios, armamento, etc.) e a questão do abastecimento. Estes 
dados seriam fundamentais para uma gestão mais eficaz e eficiente do PVG. Além disso, 
importa realçar que a PABS da “Interoperabilidade e integração dos módulos do SIIOP” 
pressupõe que existirá intercâmbio de dados entre o SIIOP e o SIGRI, ou seja, os dados 
logísticos das viaturas preenchidos nas GP passarão a estar disponíveis também no SIGRI. 
Paralelamente, seria necessário investir numa funcionalidade no SIGRI que 
permitisse o preenchimento digital do BSV, sendo que para este fim foi solicitado um 
orçamento ao consultor da Lusodata da GNR.  
O orçamento inclui, para além do formulário (inteligente) a preencher, o histórico dos 
BSV, com possibilidade de pesquisa por condutor ou por veículo, assim como a visão dos 
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abastecimentos e quilómetros efetuados por cada veículo. Neste sentido, esta funcionalidade 
iria ser implementada por um custo total de 30.000,00€. 










bens de capital 
D.07.01.08 Funcionalidade do SIGRI 30 000,00€ 
Fonte: Elaboração Própria 
Assim sendo, a criação desta funcionalidade iria permitir a disponibilização de um 
formulário para preenchimento do BSV e a sua consequente submissão no final do serviço, 
possibilitando ainda a sua validação por parte do Chefe direto do militar que estava em 
serviço. Posteriormente, depois de validada a informação averbada no BSV, esta estaria 
disponível para todos os subsistemas que dela necessitassem: (1) a informação de cariz 
operacional, no SIGRI/SIGAOp; (2) a de cariz administrativo/logístico, no SIGRI/Gestão de 
Frota; (3) e até a de cariz administrativo/financeiro, com a possibilidade de entrega da mesma 
a Sistemas externos (por exemplo, o Sistema de Gestão de Recursos Financeiros em modo 
partilhado [GeRFiP]). 
5.2.4. Investimento em dados móveis 
Importa também analisar os custos adjacentes da ligação à rede dos tablets, 
especificamente, a utilização de dados móveis (método preferencial da maioria dos 
entrevistados). Neste contexto, foram analisados os contratos de comunicações de dados 
estabelecidos pela GNR assim como os tarifários em vigor.  























Custo Mensal 3.200,00€ 2.100,00€ 
Custo (4 anos) 153.600,00 € 100.800,00 € 
Fonte: Elaboração Própria 
CAPÍTULO 5. APRESENTAÇÃO, ANÁLISE E DISCUSSÃO DOS RESULTADOS 
 
  48 
Atualmente, existem na GNR 7 pacotes de dados partilhados de 500GB/mês (tarifário 
da NOS), abertos para os cerca de 1300 cartões SIM de dados em uso. Ou seja, cada pacote 
cobre 185 equipamentos, a um custo mensal de 100,00€.  
Neste sentido, tal como está explícito na Tabela n.º 4, os custos operacionais relativos 
à utilização de dados móveis, no modelo 1, são de 3.200,00€ por mês. Por outro lado, no 
modelo 2 estamos perante um custo mensal de 2.100,00€. Nesta senda, uma vez que para o 
modelo 2 são necessários menos tablets, os custos com dados móveis são menores. 
Importa salientar que o acesso ao SIIOP e ao SIGRI implica, consequentemente, o 
acesso à intranet, o que requer que os tablets tenham um cartão de dados APN (Access Point 
Name), autenticado na RNSI através da rede de operador, sem custos adjacentes. 
5.2.5. Outros encargos adjacentes 
Devem também ser contabilizados nos recursos financeiros necessários a esta 
digitalização, os custos de manutenção corretiva dos tablets (para resolver avarias nos 
equipamentos ou substituir componentes), mas também do SIIOP e do SIGRI (para resolver 
bugs nas funcionalidades criadas), bem como os custos de manutenção evolutiva devido à 
constante evolução da legislação no que diz respeitos às TIC. Neste contexto, deverão ser 
tidas sempre em consideração as especificações técnicas e os formatos digitais exigidos pelo 
RNID, assim como os requisitos de arquitetura de segurança das redes e SI definidos pelo 
CNC. Acresce dizer que quanto a este tópico, é muito difícil estabelecer custos adjacentes, 
uma vez que tudo depende de uma pluralidade de circunstâncias incontroláveis e 
imprevisíveis. 
Por último, destaca-se o facto de que este projeto não contempla custos adjacentes a 
ações específicas de formação, uma vez que os SI a operar no decurso da atividade serão 
iguais aos utilizados no interior das Unidades, diferindo apenas no terminal móvel a utilizar. 
Além disso, no caso de algum equipamento ficar inoperacional, também não se preveem 
quaisquer custos para a GNR de abate/eliminação. 
5.2.6. Investimento total e ganhos esperados 
Considerando os princípios da economia, eficiência e eficácia, seria mais prudente 
adotar o modelo 2 da hipótese 1 (Tabela n.º 37, do Apêndice N), na medida em que seriam 
utilizados o mínimo de recursos materiais necessários a esta digitalização, sem pôr em causa 
a qualidade do serviço (economia); existiria um acréscimo da produtividade com a menor 
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despesa possível (eficiência), e seriam utilizados os tablets mais adequados para o resultado 
que se pretende alcançar (eficácia). Neste sentido, estaríamos perante um investimento 
inicial de 5.320.128,36€, sendo que os custos operacionais dizem respeito apenas à utilização 
de dados móveis. 
Tabela n.º 5 – Investimento inicial 
 
MODELO 2 
“Distribuição dos tablets pelas Unidades” 
Aquisição de Tablets 5.288.028,36 € 
Funcionalidade do SIGRI 30.000,00€ 
Pacotes de dados móveis (preço 1º mês) 2.100,00€ 
TOTAL 5.320.128,36€ 
Fonte: Elaboração Própria 
Este investimento, em comparação com os custos atuais associados ao consumo de 
papel e consumíveis de impressão, de manutenção de arquivos e dos recursos humanos 
afetos a essas tarefas, representa uma evolução extremamente positiva na implementação de 
uma AP verde (sem papel) e moderna, promovida pela Resolução do Conselho de Ministros 
n.º 141/2018, de 26 de outubro. Além disso, no caso concreto do BSV, é possível apurar que 
já foram gastos milhares de euros, ao longo dos últimos 5 anos, apenas em folhas (Tabela 
n.º 6). 
Tabela n.º 6 – Gastos em papel com o BSV  
 N.º folhas gastas Custo Total57 
Previsão dos Custos 
(próximos 4 anos) 
2020 87.500 1.984,5 € 7.938 € 
Últimos 5 anos 218.750 4.961,25 €  
Fonte: Núcleo Gráfico da Secretaria Geral da Guarda
 
57 Cfr.: Dados fornecidos pelo Centro Gráfico da GNR, o custo associado a um conjunto de 500 folhas (formato 
43cmx61cm) é de 11,34 cêntimos. 
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CONCLUSÕES E RECOMENDAÇÕES 
Após a concretização da revisão de literatura e da investigação empírica, as quais 
possibilitaram a recolha dos dados que servem de suporte a esta investigação, segue-se a 
etapa final deste trabalho. Assim sendo, o presente capítulo expressa as principais conclusões 
desta investigação, tendo por base os resultados obtidos, e também procura dar resposta às 
questões levantadas inicialmente. 
Neste sentido, denota-se que a transformação digital da GNR se centra em melhorar 
o acesso, qualidade e utilidade das TIC, por forma a diminuir redundâncias, desperdícios, 
recursos e tempo e incrementar a qualidade do serviço prestado. Esta transformação implica 
uma mudança organizacional nos modelos de trabalho utilizados, sendo que o presente 
RCFTIA analisou o caso concreto da digitalização da GP e do BSV através de um TMD.  
Deste modo, para operacionalizar os objetivos traçados no início do trabalho foram 
realizadas 7 entrevistas em profundidade, a entidades que assumem ou já assumiram um 
papel ativo nos projetos decorrentes da transformação digital da GNR; e foi aplicado um 
inquérito por questionário aos militares de todos os CTer, da USHE e da UCC, os quais 
desempenham ou já desempenharam serviços de patrulha e de transporte administrativo, que 
implicavam, respetivamente, o preenchimento da GP e do BSV. A triangulação dos dados 
empíricos e da revisão de literatura, permitiu aferir o impacto da digitalização dos 
documentos supracitados na transformação digital da GNR, assim como elaborar dois 
modelos possíveis para dar vida a esta digitalização. 
Mediante o exposto, foram alcançadas as condições que permitem dar resposta às 
questões desta investigação e, consequentemente, atingir os objetivos propostos. 
Relativamente à QD1: “Qual é o enquadramento legal e o quadro concetual da 
transformação digital da GNR?”, constatou-se que a “transformação digital da GNR” 
tomou a forma de projeto em 2020, tendo como principal objetivo melhorar o acesso, 
utilidade e qualidade das TIC na GNR, com o fim último de incrementar a 
interoperabilidade, dos SI internos da GNR e destes com os de outras entidades da AP.  
Neste contexto, esta transformação digital pressupõe a integração dos diversos 
SIGAOp, estando já elaborada uma PABS no âmbito da interoperabilidade e integração dos 
vários módulos do SIIOP e, prevendo-se também a criação do SIIOG versão 4.0, a qual vai 
materializar por completo a interoperabilidade interna que se ambiciona, através da 
construção de uma abordagem comum aos vários SI da GNR. Paralelamente, destaca-se o 




facto de que esta transformação digital também implica investimentos em inovação técnica 
e de processos com suporte das TIC, pelo que também se encontra em curso um processo 
para aquisição de TMD para uso operacional. 
Por último, como está explícito no Programa do XXII Governo Constitucional 2019-
2023, esta transformação digital vai ao encontro da vontade do Governo em promover a 
qualificação das Instituições da AP, adequando o seu modo de funcionamento às novas 
tecnologias. Neste sentido, a Diretiva Estratégica de 2019 da GNR que já evidenciava alguns 
objetivos estratégicos no âmbito da modernização e inovação, teve seguimento na LOE 3 da 
EG2025: “Modernizar e desmaterializar”. 
A resposta a esta questão enquadrante, dá lugar às questões seguintes relativas ao 
caso concreto da digitalização da GP e do BSV através de um TMD, começando pela QD2: 
“De que forma pode ser potenciada a ligação entre a atividade operacional e a área 
administrativo/logística com a utilização de TMD?”.  
Neste contexto, denota-se que a utilização de TMD pelos patrulheiros e condutores 
de serviço, para além de ter impacto na esfera da atividade operacional, traz também 
resultados benéficos para as atividades da retaguarda.  
Numa primeira análise, verifica-se que se os patrulheiros e condutores de serviço 
tivessem ao seu dispor TMD seria possível controlar e automatizar a entrada de dados nos 
SI da GNR, o que por sua vez iria permitir que as operações de recolha e tratamento dos 
mesmos fossem mais seguras, rápidas e consistentes.  
Deste modo, a utilização de TMD permite o acesso à informação logística e/ou 
operacional em tempo real, sendo este o grande propósito da gestão. Em termos logísticos, 
o acompanhamento da situação dos recursos da GNR, assim como o seu nível de desgaste, 
iria ser feito de forma mais célere, o que contribuiria para uma gestão mais eficaz e eficiente 
dos recursos. Acresce ainda que o recurso aos TMD pode também constituir uma ferramenta 
de monitorização dos projetos da GNR, o que permite uma mensuração objetiva do 
desempenho dos militares no terreno, bem como dar resposta às suas necessidades de apoio. 
Nesta linha de pensamento, importa agora dar resposta à QD3:  
“Quais são as vantagens e os constrangimentos associados à digitalização da GP e do 
BSV?”. Em primeiro lugar, os resultados obtidos confirmam que esta digitalização permite 
mitigar os problemas identificados com o sistema em papel, nomeadamente, a dificuldade 
em transmitir informação, em tempo real, clara e isenta de erros, a duplicação dos registos e 
até o impacto ambiental, pela eliminação dos custos associados aos gastos em papel e 
consumíveis de impressão.  




Por outro lado, foram também reconhecidas vantagens específicas a esta 
digitalização, como a diminuição dos recursos humanos, materiais e financeiros necessários. 
Além disso, a questão da uniformização da informação, assim como a sua disponibilidade 
em tempo oportuno e a facilidade de consulta, contribuem positivamente para o processo de 
tomada de decisão dos Órgãos competentes. Por último, importa salientar que a digitalização 
da GP e do BSV permite a validação automática dos dados inseridos eletronicamente nos SI, 
assim como a permanente monitorização e georreferenciação das ações em curso. 
Apesar dos resultados obtidos demonstrarem que este é o próximo passo da GNR, 
foram também identificados alguns constrangimentos associados à digitalização, 
nomeadamente, o facto de este ser um processo caro e moroso que exige sintonia de várias 
áreas funcionais e interoperabilidade dos SI. Além disso, salienta-se também que existe uma 
limitação natural à mudança, caraterística de Instituições com valores, tradições e formas de 
trabalho tão enraizadas como a GNR. 
Seguidamente serão analisadas as questões que contribuíram para operacionalizar a 
digitalização da GP e do BSV através de um TMD. Relativamente à QD4: “Quais são os 
TMD mais indicados para a digitalização da GP e do BSV?”, constata-se que o TMD 
mais adequado a esta digitalização é o tablet, devido à sua portabilidade, facilidade de uso e 
à dimensão do ecrã, bem como ao espaço reduzido que ocupa e o facto de não condicionar 
a presença dos militares no exterior.  
No entanto, existindo uma clara distinção entre a índole do serviço de patrulha e a 
dos serviços de transporte gerais/administrativos, as caraterísticas de um tablet para o uso 
das patrulhas não serão iguais às de um tablet para uso em serviços gerais de transporte, 
deverão ser superiores. Neste sentido, foi realizado um estudo de mercado a fim de analisar 
os custos associados à aquisição de um tablet com todas as especificações referidas pelos 
entrevistados, destinado ao uso operacional e à digitalização da GP (“tablet operacional”) e, 
paralelamente, também foram analisados outros tablets sem as caraterísticas que não se 
revelam importantes para os serviços de transportes gerais/administrativos (“tablet 
administrativo”). 
 Nesta senda, urge agora dar resposta à QD5: “Quais são os meios materiais e 
financeiros necessários à digitalização da GP e do BSV?”. Em primeiro lugar, recorde-se 
que para operacionalizar a digitalização da GP e do BSV em toda a orgânica da GNR, foram 
definidos os dois modelos referidos nas entrevistas: (1) agregação do tablet ao veículo; e (2) 
distribuição dos tablets pelas Unidades. Neste sentido, existem quatro aspetos essenciais 
para a materialização deste projeto, tanto no modelo 1 como no 2: (1) aquisição dos tablets; 




(2) criação de uma funcionalidade no SIGRI que possibilite a digitalização do BSV; (3) 
utilização do SIIOP para o preenchimento digital da GP; e, por último, (4) garantir o acesso 
dos tablets à intranet através de dados móveis. Estes são os recursos materiais de hardware 
e software necessários à digitalização dos documentos supracitados.  
Por sua vez, quanto aos recursos financeiros, especificamente no que remete à 
aquisição dos tablets, foram estabelecidas 2 hipóteses distintas, diferindo nos tablets a 
adquirir. Nesta senda, a hipótese que apresenta melhor relação qualidade/preço é a 1, para o 
modelo 2, perfazendo um investimento total em tablets de 5.288.028,36€. Paralelamente, 
quanto à criação da funcionalidade no SIGRI, esta implica um investimento total de 
30.000,00€. Por último, o investimento em dados móveis difere de um modelo para o outro 
devido ao facto de as quantidades de tablets serem distintas. Neste sentido, para o modelo 1 
seria necessário um investimento de 3.200,00€ em dados móveis (valor para 1 mês), 
enquanto que o segundo modelo implica um investimento mensal de 2.100,00€. 
Acresce dizer que o preenchimento digital da GP já é possível através do SIIOP e 
importa referir que a materialização do SIIOP versão 3.0 prevê a interoperabilidade desse 
Sistema com o SIGRI. 
Salienta-se que pela imprevisibilidade associada, não foram contabilizados os custos 
adjacentes à manutenção corretiva dos tablets, do SIIOP e do SIGRI, assim como os custos 
de manutenção evolutiva decorrentes da constante evolução legislativa. Também não foram 
contempladas ações específicas de formação (uma vez que os SI a operar serão iguais aos 
utilizados no interior das Unidades, diferindo apenas no terminal móvel a utilizar). Caso 
algum equipamento fique inoperacional, não se preveem quaisquer custos de 
abate/eliminação, pelo que este item também não foi incorporado nos cálculos.  
Por último, respondendo à QD6: “Que modelo da GP e do BSV digital poderia ser 
implementado através de um TMD?”, constata-se que numa perspetiva de economia, 
eficiência e eficácia, o projeto que poderia ser implementado é aquele que, sem pôr em causa 
a qualidade do serviço prestado e utilizando os meios mais adequados, acarreta a menor 
despesa possível para a Guarda, ou seja, o modelo 2 da hipótese 1.  
Este modelo consiste na aquisição de 3530 “tablets operacionais” e 214 “tablets 
administrativos”, para distribuir por todos os CTer, pela Escola da Guarda e também as 
Unidades Especializadas, bem como os pacotes de dados móveis necessários e a criação da 
funcionalidade do SIGRI, por um montante total de 5.320.128,36 €.  




 Com a explanação das QD, torna-se possível responder à QC: “Qual é o impacto 
da digitalização da guia de patrulha e do boletim de serviço do veículo na 
transformação digital da GNR?” 
Esta investigação permitiu aferir que, efetivamente, a GNR tem vindo a evoluir muito 
ao longos dos anos no que toca à utilização e disseminação das TIC, por forma a transformar-
se digitalmente. Não obstante, há ainda um longo caminho pela frente, uma vez que ainda 
existem processos e formas de trabalho que poderiam ser automatizados/digitalizados, a fim 
de acompanhar a evolução tecnológica da sociedade.  
Neste contexto, a investigação centrou-se na análise de dois documentos fulcrais ao 
serviço diário prestado pela GNR, a GP e o BSV. Estes documentos permitem controlar a 
atividade operacional da GNR exercida através de qualquer meio de transporte, uma vez que 
na GP são registadas todas as ações de patrulhamento efetuadas pelo dispositivo e, por outro 
lado, os BSV constituem o documento através do qual é possível determinar a situação de 
qualquer veículo. O facto de estes documentos serem ainda preenchidos em papel acarreta 
inúmeros constrangimentos, nomeadamente: a falta de clareza da informação, a duplicação 
dos registos com acréscimo da possibilidade de erros, a falta de informação em tempo 
oportuno, o impacto ambiental decorrente do consumo de papel e consumíveis de impressão 
e, a outro nível, não menos importante, a desmotivação dos militares por terem de despender 
demasiado tempo neste e noutros tipos de burocracia. 
Para mitigar estes problemas e constrangimentos e, consequentemente, potenciar uma 
gestão centralizada, racional e eficaz do serviço prestado pela GNR, e em específico do seu 
parque de veículos, conclui-se que a digitalização dos documentos em apreço teria um 
impacto substancial na Instituição, sobretudo na sua transformação digital.  
Em primeiro lugar, estima-se um impacto positivo na atividade operacional, uma vez 
que a perceção dos militares sobre esta digitalização aponta a diminuição dos gastos em 
papel, a facilidade de partilha de informação, a validação automática dos dados e, mais 
importante ainda, a facilidade de preenchimento dos documentos. Para os militares do 
terreno, o uso de um TMD significa, de entre outros aspetos, maior celeridade policial, 
possibilidade de desempenhar a sua função mais adequadamente, com menos tempo a 
preencher relatórios e mais tempo dedicado à atividade operacional propriamente dita, o core 
business desta Instituição. 
Paralelamente, também se constatam impactos notórios nas atividades da retaguarda, 
especificamente na logística, sobretudo no que remete à gestão do PVG. O facto desta 
digitalização permitir o acesso à informação em tempo real contribui para uma criteriosa 




gestão do PVG, existindo um acompanhamento near real time da situação dos veículos, 
assim como dos quilómetros percorridos, dos abastecimentos efetuados ou até da sua 
georreferenciação. Por último, importa referir a questão ambiental, sendo esta digitalização 
um grande passo na GNR para contribuir para uma AP verde (sem papel) e moderna. 
Em suma, todos estes aspetos contribuem para a transformação digital da GNR e 
ainda que representem um grande investimento financeiro, a médio e longo prazo constituem 
melhorias significativas na qualidade do serviço prestado, assim como na própria gestão 
interna da Guarda. 
Terminada a investigação, importa agora fazer uma retrospetiva, a fim de determinar 
as limitações do trabalho assim como algumas recomendações futuras. Neste contexto, a 
principal limitação da pesquisa reside no facto de existirem poucos estudos sobre a questão 
específica da transformação digital das Instituições policiais, o que teria permitido 
aprofundar a abordagem.  
Por outro lado, também foi possível encontrar algumas 
oportunidades/recomendações de estudo, uma vez que as TIC estão em permanente mutação 
e evolução. Neste sentido, seria pertinente estudar os resultados esperados pela 
implementação do SIIOG versão 4.0 na GNR. 
Assim, todos os elementos desta investigação, através de uma abordagem multinível 
em que se cruzaram pontos de vista e experiências de militares com funções de comando e 
de terreno, adequam-se a desenvolvimentos futuros, designadamente enquanto suporte de 
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APÊNDICE A – LIGAÇÃO ENTRE AS QUESTÕES DERIVADAS E 

















Fonte: Elaboração Própria 
  
QD1: Qual é o enquadramento legal e o 
quadro concetual da transformação 
digital da GNR?
OE1: Identificar o enquadramento legal 
e o quadro concetual da transformação 
digital da GNR.
QD2: De que forma pode ser potenciada 
a ligação entre a atividade operacional e 
a área administrativo/logística com a 
utilização de TMD?
OE2: Analisar as potencialidades da 
utilização de TMD como elo de ligação 
entre a atividade operacional e a área 
administrativo/logística. 
QD3: Quais são as vantagens e os 
constrangimentos associados à 
digitalização da GP e do BSV?
OE3: Identificar as vantagens e os 
constrangimentos associados à 
digitalização da GP e do BSV.
QD4: Quais são os TMD mais indicados 
para a digitalização da GP e do BSV?
OE4: Identificar a viabilidade dos 
diversos TMD como meio para a 
digitalização da GP e do BSV.
QD5: Quais são os meios materiais e 
financeiros necessários à digitalização 
da GP e do BSV?
OE5: Definir, quantitativamente, os 
recursos materiais necessários à 
digitalização da GP e do BSV, de 
acordo com a orgânica da Instituição.
OE6: Perspetivação dos encargos 
adjacentes à digitalização da GP e do 
BSV.
QD6: Que modelo da GP e do BSV 
digital poderia ser implementado através 
de um TMD?
OE7: Analisar os modelos para 
implementação da GP e do BSV digital, 




APÊNDICE B – MODELO DE ANÁLISE 
Questão Central Questão Derivada Objetivo Específico Conceito Dimensão Variável Autores 
Método 
Questões de Guião 
Recolha Análise 
Qual é o impacto 
da digitalização 
da guia de 
patrulha e do 
boletim de serviço 
do veículo na 
transformação 
digital da GNR? 
QD1: Qual é o 
enquadramento legal e 
o quadro concetual da 
transformação digital 
da GNR? 
OE1: Identificar o 
enquadramento legal e o 
quadro concetual da 























































G1.P1. “No âmbito da Linha de 
Orientação Estratégica de 
modernização e 
desmaterialização, da Diretiva 
Estratégica do Comandante 
Geral, que mudanças já foram 
implementadas pela GNR no 
âmbito da sua transformação 
digital?” 
G1.P2. “Que importância 
atribui à desmaterialização e a 
digitalização de atos como 
forma de atualizar e potenciar os 
recursos e capacidades da 
GNR? Justifique a sua 
resposta.” 
QD2: De que forma 
pode ser potenciada a 
ligação entre a 
atividade operacional e 
a área 
administrativo/logística 
com a utilização de 
TMD? 
OE2: Analisar as 
potencialidades da 
utilização de TMD 
como elo de ligação 
entre a atividade 






























































G1.P3. “Qual seria o impacto 
na atividade operacional se os 
patrulheiros tivessem ao seu 
dispor TMD?” 
G1.P4. “Qual seria o impacto 
nas atividades de apoio e 
suporte, como a administrativa e 
logística, se os patrulheiros e 
condutores de serviço tivessem 




QD3: Quais são as 
vantagens e os 
constrangimentos 
associados à 
digitalização da GP e 
do BSV? 
OE3: Identificar as 
vantagens e os 
constrangimentos 
associados à 



























































G1.P5. “Atualmente, como 
ocorre o preenchimento da GP e 
do BSV?” 
G1.P6. “Na sua perspetiva, 
quais são as maiores 
desvantagens/disfunções 
associadas ao preenchimento 
destes documentos em papel?” 
G1.P7. “Considera que a 
digitalização dos documentos 
inframencionados permitiria 
mitigar os problemas 
identificados com o formato em 
papel?” 
G1.P8. “Na sua opinião, quais 
seriam as vantagens da 
digitalização da GP e do BSV, 
de forma a que os militares 
pudessem proceder ao seu 
preenchimento num TMD, 
diretamente no SIIOP e in 
loco?” 
G1.P9. “Considera que existem 
desvantagens associadas a esta 
possível digitalização?” 
G1.P10. “A existir um novo 
modelo digitalizado da GP e do 
BSV, considera pertinente 
acrescentar a recolha de outros 
dados? Se sim, por favor, diga 
quais.” 
PQ6. “Há quanto tempo 
desempenha o serviço de 
patrulha?” 
PQ7. “Desempenha atualmente 
ou já desempenhou serviços de 
transporte administrativo que 
requeriam o preenchimento do 
Boletim de Serviço do 
Veículo?” 
PQ8. “Se respondeu "Sim" à 




que regularidade efetua esse tipo 
de serviço.” 
PQ9. “Indique o seu grau de 
concordância relativamente aos 
constrangimentos associados ao 
preenchimento da Guia de 
Patrulha em papel.” 
PQ10. “Quanto tempo gasta no 
preenchimento da Guia de 
Patrulha?” 
PQ11. “Considera que poderia 
poupar tempo se o 
preenchimento da guia de 
patrulha fosse digital?” 
PQ12. “Concorda com a 
implementação de uma Guia de 
Patrulha digital?” 
PQ13. “Concorda que seria 
benéfico se o preenchimento da 
guia de patrulha fosse feito 
diretamente no SIIOP, num 
terminal móvel de dados?” 
PQ14. “Indique o seu grau de 
concordância relativamente às 
vantagens associadas à 
digitalização da Guia de 
Patrulha.” 
PQ15. “Indique o seu grau de 
concordância relativamente aos 
constrangimentos que associa à 
digitalização da Guia de 
Patrulha.” 
PQ16. “Indique o seu grau de 
concordância relativamente aos 
constrangimentos que identifica 
no preenchimento do Boletim 
de Serviço do Veículo em 
papel.” 
PQ17. “Concorda com a 
implementação de um Boletim 




PQ18. “Indique o seu grau de 
concordância relativamente às 
vantagens que associa à 
digitalização do Boletim de 
Serviço do Veículo.” 
PQ19. “Indique o seu grau de 
concordância relativamente aos 
constrangimentos que associa à 
digitalização do Boletim de 
Serviço do Veículo.” 
QD4: Quais são os 
TMD mais indicados 
para a digitalização da 
GP e do BSV? 
OE4: Identificar a 
viabilidade dos diversos 
TMD como meio para a 





































































G1.P11. “De entre os diversos 
TMD existentes (desktops, 
laptops, telemóveis e tablets), 
qual considera mais indicado 
para a digitalização da GP e do 
BSV? Justifique a sua resposta.” 
G1.P12. “Na sua opinião, quais 
são os aspetos mais importantes 
de hardware e software, a ter em 
atenção na escolha de um 
TMD?” 
G1.P13. “Em termos de 
segurança dos equipamentos e 
de partilha de informação, que 
medidas poderiam ser 
implementadas?” 
G1.P14. “Qual seria a forma 
mais eficiente e segura de 
ligação à rede (via wireless, 
através de dados móveis ou de 
ligação à rede da Unidade)?” 
PQ20. “Qual é a sua perceção 
sobre a utilização de terminais 
móveis de dados pelos militares 
da GNR?” 
PQ21. “Qual é a sua opinião 
relativamente às caraterísticas 
físicas que os terminais móveis 
de dados devem ter?” 
PQ22. “Qual é a sua opinião 
relativamente ao terminal que 




preenchimento digital da guia 
de patrulha e do boletim de 
serviço do veículo?” 
PQ23. “Indique o seu grau de 
concordância relativamente às 
vantagens associadas à 
utilização de terminais móveis 
de dados no preenchimento 
digital da Guia de Patrulha e do 
Boletim de Serviço do 
Veículo.” 
QD5: Quais são os 
meios materiais e 
financeiros necessários 






digitalização da GP e do 
BSV, de acordo com a 

























































G1.P15. “Qual considera ser a 
forma mais adequada de 
calcular e perspetivar os 
recursos materiais necessários à 
digitalização da GP e do BSV?” 
OE6: Calcular a 
perspetivação de 
encargos adjacentes à 





G1.P16. “Que aspetos se deve 
ter em conta para calcular os 
custos (iniciais, operacionais, de 
manutenção e de eliminação) na 
digitalização dos documentos?” 
QD6: Que modelo da 
GP e do BSV digital 
poderia ser 
implementado através 
de um TMD? 
OE7: Analisar os 
modelos para 
implementação da GP e 
do BSV digital, através 


































































APÊNDICE C – GUIÃO DO INQUÉRITO POR ENTREVISTA 
 
 
GUIÃO DE ENTREVISTA 
Transformação Digital da Guarda Nacional Republicana. Estudo de Caso: 
Digitalização da Guia de Patrulha e do Boletim de Serviço do Veículo através 
de Terminais Móveis de Dados 
 
 














1.9. Data-Hora (início/fim): 
2. ENTREVISTA 
1. No âmbito da Linha de Orientação Estratégica de modernização e desmaterialização, da Diretiva Estratégica do 
Comandante Geral, que mudanças já foram implementadas pela GNR no âmbito da sua transformação digital? 
2. Que importância atribui à desmaterialização e a digitalização de atos como forma de atualizar e potenciar os 
recursos e capacidades da GNR? Justifique a sua resposta. 
3. Qual seria o impacto na atividade operacional se os patrulheiros tivessem ao seu dispor TMD? 
4. Qual seria o impacto nas atividades de apoio e suporte, como a administrativa e logística, se os patrulheiros e 
condutores de serviço tivessem acesso a TMD? 
5. Atualmente, como ocorre o preenchimento da GP e do BSV? 
6. Na sua perspetiva, quais são as maiores desvantagens/disfunções associadas ao preenchimento destes 
documentos em papel? 
7. Considera que a digitalização dos documentos supramencionados permitiria mitigar os problemas identificados 
com o formato em papel? 
8. Na sua opinião, quais seriam as vantagens da digitalização da GP e do BSV, de forma a que os militares 
pudessem proceder ao seu preenchimento num TMD, diretamente no SIIOP e em tempo real? 
9. Considera que existem desvantagens associadas a esta possível digitalização? 
10. A existir um novo modelo digitalizado da GP e do BSV, considera pertinente acrescentar a recolha de 
outros dados operacionais ou logístico/administrativos? Se sim, por favor, diga quais. 
11. De entre os diversos TMD existentes (desktops, laptops, telemóveis e tablets), qual considera mais 
indicado para a digitalização da GP e do BSV? Justifique a sua resposta. 
12. Na sua opinião, quais são os aspetos mais importantes de hardware e software, a ter em atenção na escolha 




13. Em termos de segurança dos equipamentos e de partilha de informação, que medidas poderiam ser 
implementadas? 
14. Qual seria a forma mais eficiente e segura de ligação à rede (via wireless, através de dados móveis ou de 
ligação à rede da Unidade)? 
15. Qual considera ser a forma mais adequada de calcular e perspetivar os recursos materiais necessários à 
digitalização da GP e do BSV? 
16. Que aspetos se deve ter em conta para calcular os custos na digitalização dos documentos? 
17. Gostaria de acrescentar alguma informação para além das respostas dadas? 
 
Muito Obrigado pela Disponibilidade e Colaboração. 
Marta Fernandes 
Aspirante de Administração da Guarda Nacional Republicana 
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CARTA DE APRESENTAÇÃO 
A Academia Militar tem por missão formar Oficiais do Exército e da Guarda Nacional Republicana 
(GNR) destinados aos seus Quadros Permanentes, promovendo o seu desenvolvimento individual e 
habilitando-os ao desempenho das funções que lhes são incumbidas. Neste sentido, uma das componentes 
da fase final do ciclo de estudos integrado traduz-se na realização de um Relatório Científico Final do 
Trabalho de Investigação Aplicada (RCFTIA), sobre assuntos pertinentes para a GNR ou Exército, tendo 
em vista a obtenção do grau de Mestre no curso que frequentar. 
Assim sendo, eu, Marta Fernandes, Aspirante a Oficial de Administração da GNR, a frequentar o 
5.º ano, venho por este meio solicitar a V. Ex.ª a colaboração na realização da investigação a que me 
proponho, através da participação num inquérito por entrevista com o objetivo de recolher informações para 
o RCFTIA, subordinado ao tema “Transformação Digital da Guarda Nacional Republicana. Estudo de Caso: 
Digitalização da Guia de Patrulha e do Boletim de Serviço do Veículo através de Terminais Móveis de 
Dados”. 
A presente investigação tem como principal objetivo identificar a viabilidade e analisar o impacto 
da implementação do Boletim de Serviço do Veículo (BSV) e da Guia de Patrulha (GP), em formato digital. 
Ou seja, em termos operacionais, pretende-se estudar a aplicabilidade da digitalização dos documentos 
supramencionados, onde o militar escalado para o serviço/patrulha será o responsável por preencher os 
mesmos, em tempo real, em terminais móveis de dados (TMD), sendo estes carregados automaticamente no 
Sistema Integrado de Informações Operacionais de Polícia (SIIOP). Paralelamente, em termos 
logístico/administrativos pretende-se identificar as vantagens da existência de interligação entre os dados 
do SIIOP e do Sistema Integrado de Gestão de Recursos Internos (SIGRI), bem como da própria 
digitalização, definindo os equipamentos necessários à mesma, calculando os seus custos decorrentes e 
compreendendo o seu impacto na transformação digital da GNR, especificamente, no que remete ao seu 
parque de veículos (PVG). 
Assim, venho por este meio solicitar o consentimento de V. Ex.ª para responder a esta entrevista, 
uma vez que a sua colaboração será fundamental para que se atinjam os objetivos da presente investigação, 
sendo que toda a informação se destina exclusivamente a esse fim. 
Grata pela sua atenção e disponibilidade. 
Atentamente, 
Marta Sofia Azevedo Fernandes 
Aspirante de Administração da GNR 





APÊNDICE E – GUIÃO DO INQUÉRITO POR QUESTIONÁRIO 
Questionário sobre a digitalização da guia de patrulha e do boletim de serviço do veículo através de 
terminais móveis de dados 
O presente inquérito por questionário insere-se no âmbito do Relatório Científico Final do Trabalho 
de Investigação Aplicada, para conclusão do ciclo de estudos do mestrado integrado em Administração 
Militar da GNR, o qual versa sobre o tema: “Transformação Digital da Guarda Nacional Republicana. 
Estudo de Caso: Digitalização da Guia de Patrulha e do Boletim de Serviço do Veículo através de 
terminais móveis de dados”. O objetivo é identificar a viabilidade e analisar o impacto da implementação 
do Boletim de Serviço do Veículo (BSV) e da Guia de Patrulha (GP), em formato digital, através de 
terminais móveis de dados (TMD), como por exemplo: computadores, tablets ou telemóveis. 
Todas as respostas são confidenciais e anónimas e utilizadas apenas para fins académicos. 
Agradecemos que seja verdadeiro(a) e honesto(a) nas suas respostas. O questionário terá a duração 
aproximada de 5 minutos.  
 








a. Até 30 anos 
b. Entre 31 a 45 anos 
c. Entre 46 a 55 anos 
d. Mais de 56 anos 
 
 











e. Outra opção:_______ 
 
 
5. Em que Unidade/Comando/Órgão está colocado: 
a. CTer Açores 
b. CTer Aveiro 
c. CTer Beja 
d. CTer Braga 
e. CTer Bragança 
f. CTer Castelo Branco 
g. CTer Coimbra 





i. CTer Faro 
j. CTer Guarda 
k. CTer Leiria 
l. CTer Lisboa 
m. CTer Madeira 
n. CTer Portalegre 
o. CTer Porto 
p. CTer Santarém 
q. CTer Setúbal 
r. CTer Viana do Castelo 
s. CTer Vila Real 
t. CTer Viseu 
u. Unidade de Controlo Costeiro 
v. Unidade de Segurança e Honras de Estado 
w. Outra opção:________ 
 
6. Há quanto tempo desempenha o serviço de patrulha: 
a. Menos de 5 anos 
b. Entre 6 a 10 anos 
c. Entre 11 a 15 anos 
d. Entre 16 a 20 anos 
e. Mais de 21 anos 
 
7. Desempenha atualmente ou já desempenhou serviços de transporte administrativo que 








c. Todos os dias 
II – Dados relativos à digitalização da GP e do BSV 
Para cada questão/afirmação em que lhe seja solicitado o seu grau de concordância, indique a sua 





Não concordo nem 
discordo 
Tendo a concordar 
Concordo 
totalmente 
1 2 3 4 5 
 
 
9. Indique o seu grau de concordância relativamente aos constrangimentos associados ao 
preenchimento da GP em papel.  
 1 2 3 4 5 
a. Duplicação de documentos      
b. Tempo despendido e não utilizado em tarefas mais 
relevantes 
     
c. Facilidade em cometer erros      
d. Duplicação do registo (primeiro pelo militar da patrulha e 
depois pelo militar do atendimento) 
     
e. Gastos em fotocópias/impressões      
 
10. Quanto tempo despende, atualmente, no preenchimento da GP? 
a. Menos de 10 minutos 




c. Mais de 15 minutos 
 




12. Concorda com a implementação de uma guia de patrulha digital? 
a. Concordo Totalmente 
b. Tendo a Concordar 
c. Não Concordo Nem Discordo 
d. Tendo a Discordar 
e. Discordo Totalmente 
 
13. Concorda que seria benéfico se o preenchimento da guia de patrulha fosse feito diretamente 
no SIIOP, num terminal móvel de dados (telemóvel, computador, tablet, etc.)? 
a. Concordo Totalmente 
b. Tendo a Concordar 
c. Não Concordo Nem Discordo 
d. Tendo a Discordar 
e. Discordo Totalmente 
 
14. Indique o seu grau de concordância relativamente às vantagens associadas à digitalização da 
guia de patrulha. 
 1 2 3 4 5 
f. Facilidade de preenchimento      
g. Mitigação de erros      
h. Diminuição do tempo despendido no preenchimento      
i. Diminuição dos gastos em papel      
j. Facilidade de partilha de informação      
k. Maior segurança      
l. Maior rapidez      
m. Validação de dados automática      
 
15. Indique o seu grau de concordância relativamente aos constrangimentos que associa à 
digitalização da GP. 
 1 2 3 4 5 
a. Dificuldade em garantir a segurança dos dados      
b. Falhas de rede      
c. Risco de extravio do terminal móvel de dados      
d. Avarias no equipamento      
 
16. Indique o seu grau de concordância relativamente aos constrangimentos associados que 
identifica no preenchimento do Boletim de Serviço do Veículo em papel.  
 1 2 3 4 5 
a. Duplicação de documentos      
b. Morosidade do preenchimento      
c. Facilidade em cometer erros      





17. Concorda com a implementação de um boletim de serviço do veículo digital? 
a. Concordo Totalmente 
b. Tendo a Concordar 
c. Não Concordo Nem Discordo 
d. Tendo a Discordar 
e. Discordo Totalmente 
 
18. Indique o seu grau de concordância relativamente às vantagens que associa à digitalização 
do boletim de serviço do veículo. 
 1 2 3 4 5 
a. Facilidade de preenchimento      
b. Mitigação de erros      
c. Diminuição do tempo despendido no preenchimento      
d. Diminuição dos gastos em papel      
e. Facilidade de partilha de informação      
f. Maior segurança      
g. Maior rapidez      
h. Validação de dados automática      
 
19. Indique o seu grau de concordância relativamente aos constrangimentos que associa à 
digitalização do Boletim de Serviço do Veículo.  
 1 2 3 4 5 
a. Dificuldade em garantir a segurança dos dados      
b. Falhas de rede      
c. Risco de extravio do terminal móvel de dados      
d. Avarias no equipamento      
 
III – Dados relativos ao terminal móvel de dados 
 
20. Qual é a sua perceção sobre a utilização de terminais móveis de dados pelos militares da 
GNR? 
 1 2 3 4 5 
a. Com um TMD tenho acesso a informação relevante, 
precisa, atual e específica 
     
b. Com um TMD evitam-se redundâncias de processamento 
de expediente 
     
c. Com um TMD tenho acesso oportuno às informações      
d. Os TMD têm muita utilidade      
e. Os TMD são fáceis de transportar      
f. Com um TMD é mais fácil redigir relatórios      
g. Tenho capacidade para trabalhar com este tipo de 
tecnologia 
     
h. Com um TMD poderia desempenhar a minha função com 
mais facilidade 
     
i. Com um TMD a minha proatividade iria aumentar      
j. Com um TMD gastaria menos tempo a preencher 
relatórios e teria mais tempo para a atividade operacional 
     
k. Um TMD permite maior celeridade policial      
 
21. Qual é a sua opinião relativamente às caraterísticas físicas que os terminais móveis de dados 
devem ter? 
 1 2 3 4 5 




b. Teclado removível      
c. Proteção antichoque      
d. Caneta tátil      
e. Acesso à rede, em qualquer local      
f. Ecrã tátil e compatível com o uso de luvas      
g. Bateria (mínimo de 8 horas de operação)      
h. Bluetooth      
i. Leitor de cartões      
j. GPS      
k. Câmara fotográfica frontal      
l. Câmara fotográfica traseira      
m. Alimentação através do isqueiro da viatura      
n. Pega incorporada      
o. Certificação contra interferências eletromagnéticas      
p. Certificação contra infiltrações de água ou poeiras      
q. Disco de armazenamento      
 
22. Qual é a sua opinião relativamente ao terminal que deveria ser utilizado no preenchimento 
digital da guia de patrulha e do boletim de serviço do veículo? 
 1 2 3 4 5 
a. Telemóvel      
b. Tablet      
c. Computador portátil      
d. Desktop (computador fixo)      
 
23. Indique o seu grau de concordância relativamente às vantagens associadas à utilização de 
terminais móveis de dados no preenchimento digital da guia de patrulha e do boletim de 
serviço do veículo. 
 1 2 3 4 5 
a. Redução do tráfego dos rádios      
b. Maior facilidade na gestão de recursos      
c. Maior supervisão      
d. Diminuição do tempo despendido no preenchimento de 
documentação 
     
e. Maior rapidez do despacho      
f. Maior fiabilidade da informação      
g. Melhor comunicação institucional      
h. Maior profissionalismo      
i. Informação atualizada e acessível      
 
Muito obrigada pela sua disponibilidade e colaboração! 
Aspirante Marta Fernandes 





APÊNDICE F – AMOSTRA DE ENTREVISTADOS 
Entrevistado Nome Posto U/C/0 Função Habilitações Literárias Data 
E1 José Guilherme Coronel CO/DCSI 
Diretor da Direção de 
Comunicação e Sistemas de 
Informação 
Mestrado em Transmissões 
(AM, 84/89); Licenciatura IST 




E2 Tiago Duarte Tenente-Coronel CARI/DRL 
Chefe da Divisão de 
Manutenção e Transportes 
Mestrado; Pós-Graduação em 
Gestão de Recursos Humanos 
25MAR21 
E3 João Nunes Tenente-Coronel CO/DCSI 
Chefe Divisão de Sistemas de 
Informação 
Mestrado 22MAR 
E4 Hélder Oliveira Tenente-Coronel CO/DCSI 
Chefe do Centro Integrado 
Nacional de Gestão Operacional 
Licenciatura 11MAR21 
E5 Jorge Roma Major CARI/DRL 
Chefe da Repartição de 
Planeamento 
Licenciatura 25MAR21 
E6 Hugo Carneiro Major CO/DCSI 
Chefe da Repartição de 
Sistemas Operacionais 
Licenciatura 13MAR21 
E7 Afonso Pascoal Major CARI/DRL 







APÊNDICE G – CÁLCULO DO TAMANHO DA AMOSTRA 
Existem vários estudos sobre IQ que demonstram a importância do cálculo da 
amostra necessária para que esta seja representativa de uma determinada população 
(Creswell, 2017; Draugalis & Plaza, 2009; Fowler, 2009; Krejcie & Morgan, 1970).  
Assim sendo, Krejcie & Morgan (1970, p. 607) construíram uma fórmula onde é 
possível identificar esse tamanho da amostra: 
𝑠 =
𝑋2𝑁𝑃(1 − 𝑃)
𝑑2(𝑁 − 1) + 𝑋2𝑃(1 − 𝑃)
=
3.841 ∗ 8669 ∗ 0.5(1 − 0.5)
0.052(8669 − 1) + 3.841 ∗ 0.5(1 − 0.5)
≈ 368 
𝑠 = 𝑡𝑎𝑚𝑎𝑛ℎ𝑜 𝑑𝑎 𝑎𝑚𝑜𝑠𝑡𝑟𝑎 𝑛𝑒𝑐𝑒𝑠𝑠á𝑟𝑖𝑜 
𝑋2 = 𝑣𝑎𝑙𝑜𝑟 𝑑𝑎 𝑡𝑎𝑏𝑒𝑙𝑎 𝑞𝑢𝑖 − 𝑠𝑞𝑢𝑎𝑟𝑒 𝑝𝑎𝑟𝑎 1 𝑔𝑟𝑎𝑢 𝑑𝑒 𝑙𝑖𝑏𝑒𝑟𝑑𝑎𝑑𝑒 𝑛𝑜 𝑛í𝑣𝑒𝑙 𝑑𝑒 𝑐𝑜𝑛𝑓𝑖𝑎𝑛ç𝑎 𝑑𝑒𝑠𝑒𝑗𝑎𝑑𝑜 (3.841) 
𝑁 = 𝑇𝑎𝑚𝑎𝑛ℎ𝑜 𝑑𝑎 𝑝𝑜𝑝𝑢𝑙𝑎çã𝑜 
𝑃 = 𝑝𝑟𝑜𝑝𝑜𝑟çã𝑜 𝑑𝑎 𝑝𝑜𝑝𝑢𝑙𝑎çã𝑜 (𝑂. 50) 












APÊNDICE H – ANÁLISE DE CONTEÚDO DAS PERGUNTAS DO 
GUIÃO DE ENTREVISTA 
Quadro n.º 1 – Sinopse da pergunta sobre as mudanças que já foram implementadas pela GNR no âmbito da sua 
transformação digital (G1.1) 
 Integração dos SIGAOp 
E1 
“A orientação estratégica de racionalização e modernização pretende consolidar o SIIOP, imprescindível 
para garantir um serviço de excelência, maior capacidade operacional, de prevenção e combate à 
criminalidade, ao mesmo tempo que potencia a interoperabilidade entre os sistemas dos vários parceiros, 
que contribuem para a segurança nacional e internacional”; “foi elaborado em 2020 um PABS cujo 
objeto era a “manutenção evolutiva, preventiva, corretiva e adaptativa do SIIOP […] no âmbito do 
projeto - Transformação Digital da GNR -, constituinte do projeto SAMA 2020. […] O PABS referido 
prevê a integração de vários módulos, a melhoria da interoperabilidade e dos serviços disponibilizados 
pelo SIIOP”; “integração dos módulos SIIOP (SIIOP-P, SIIOP-O, SIIOP-T, SIIOP-A e SIIOP-F) num 
único sistema […] criação e integração de um novo módulo de gestão operacional (SIIOP-GO), 
atualmente suportado pelo SIIOP-2S e pelo SIIOP-G (rádios).”; “De salientar a Diretiva de Comando 
20/22: Promover a integração dos SIGAOp […] através da interoperabilidade do SIIOP com o 
SSIGRI”; ““o planeamento associado ao processo transformativo é materializado através do SIIOP v3.0 
[…] com dashboards e capacidade de BI […]com uma previsão de ocorrência em 2022 ”; “o conceito 
mais amplo que extravasa o SIIOP v3.0, foi apelidado de SIIOG v4.0 e materializa-se pela construção 
de uma abordagem comum aos vários Sistemas de Informação da GNR, tanto na vertente operacional, 
como de recursos internos, como na gestão documental, como na gestão da formação e do conhecimento, 
como nas várias vertentes de apoio a toda a atividade operacional, com uma previsão de ocorrência em 
2025.” 
E2 
“Em termos de transformação digital, ou seja, em termos de informatização, o que estamos a 
implementar desde maio de 2019 é uma plataforma informática para gestão de frota (SIGRI) […] 
esta plataforma tem como grande objetivo a centralização e uniformização da informação bem como 
desmaterializar os processos”; “Nós até 2019 não conseguíamos saber sequer o posto onde estava uma 
viatura […]“Apesar de termos muitos processos que ainda são realizados em papel, neste momento, já 
temos alguns processos desmaterializados, por exemplo, no que remete aos veículos apreendidos, que é 
um processo complexo em termos de despacho do tribunal, notificação do proprietário, notificação do bem 
em causa […] agora já pode ser tudo introduzido via plataforma (SIGRI)” 
E4 
“constante desenvolvimento do SIIOP-P, através dos contributos recebidos dos intervenientes nas 
diferentes áreas operacionais” 
E6 
“Encontra-se em curso a integração das diversas SIGAOp, processo que se prevê que seja concluído até 
ao final do 1º semestre de 2021”; “Foram já iniciados os trabalhos de interoperabilidade entre a 
vertente operacional e a vertente de administração de recursos internos: SIIOP-SIGRI” 
E7 
“Na área dos transportes, cada vez mais fazemos uso de plataformas de acesso com os nossos parceiros 
dentro e fora da AP, por exemplo: Galp frota online, via verde online, IMT online, SGPVE/ESPAP, 
Eurotax online, Siliamp online, IPQ online, Portalgov online, TAP online e ISQ online.” 
 Inovação com suporte das TIC 
E1 
“ […] processo de modernização, assente em novas tecnologias de informação e de comunicação, 
mantendo a aposta na inovação tecnológica, valorizando a formação dos recursos humanos”; “Tendo 
como fundação a estratégia das TIC espelhada no documento “Estratégia TIC 2020 - Estratégia para a 
Transformação Digital na AP, bem como o Plano Sectorial TIC do MAI […] têm sido pensadas diversas 
medidas de inovação técnica e de processos com suporte TIC” 
E3 
“Nos últimos anos a GNR tem feito um grande investimento na construção das fundações para o 
processo de Transformação Digital e inovação das TIC”; “Numa fase inicial o investimento foi 
maioritariamente em tecnologia de processamento, de virtualização de sistemas, de armazenamento, 
de backup e de reposição a falhas”; “No corrente ano o grande investimento será nos equipamentos 
terminais para permitir o patrulheiro poder usar o SIIOP em qualquer local através de meios 
robustecidos”; “esforço tem sido ao nível da desmaterialização e otimização de processos e nos 
mecanismos de análise automática de dados, procurando dispor de alarmística decorrente de alterações 
de padrões de comportamento” 
E6 
“ […] encontra-se igualmente em curso processo para aquisição de terminais moveis de dados, sendo 
espectável aquisição do primeiro lote até ao final de 2021” 
 




Quadro n.º 2 – Sinopse da pergunta sobre a importância que os entrevistados atribuem à desmaterialização e 
digitalização de atos como forma de atualizar e potenciar os recursos e capacidades da GNR (G1.2) 
 Importância na rentabilização e gestão dos recursos 
E1 
“a desmaterialização dos processos e a simplificação dos procedimentos […] otimiza e automatiza todo o 
processo organizacional, agiliza a tramitação processual e diminui a necessidade de afetar recursos 
humanos, materiais e tempo ao tratamento administrativo […]” 
E2 
“É de extrema importância para nós, considerando o volume que temos a nível de estrutura, logística, 
viaturas, pessoal, ou seja, considerando a nossa dimensão, se nós não caminharmos para a 
desmaterialização, dificilmente isto é governável”; “o caminho é desmaterializar os processos que 
existem e virarmo-nos para a digitalização dos mesmos” 
E3 
“A desmaterialização e a digitalização dos processos é unicamente o início do processo de transformação 
digital. A GNR já está muito mais à frente, pois existem processos totalmente desmaterializados e 
otimizados, procurando eliminar redundâncias. É um processo complexo e que nunca está terminado.” 
E4 
“A desmaterialização e a digitalização de processos são fundamentais para uma instituição de futuro, 
porque permite que a mesma racionalize custos, e torne mais eficiente a gestão do tempo disponível 
para o cumprimento da sua missão” 
E5 
“Qualquer informatização de processos é muito importante para as Instituições públicas, numa ótica de 
rentabilização de recursos. A automatização de procedimentos assume ainda mais relevância para uma 
organização de cariz gendármico, como a GNR, atento a sua dimensão de meios e efetivos, dispersão 
territorial e amplitude de especialidades ímpar no cenário nacional. Em termos de gestão de recursos 
materiais, a possibilidade de se obter uma visão holística do empenho de recursos poderá permitir 
a otimização da gestão dos meios, através de uma melhor afetação dos recursos identificados como 
necessários, disponibilizados em tempo oportuno, promovendo que a atividade logística se possa 
desenvolver com maior economia, eficiência e eficácia.” 
E7 “uma poupança de recursos significativa, quer humanos quer materiais, mas sobretudo tempo” 
 Importância no tratamento dos dados  
E2 
“nós cada vez temos mais dados que precisam de ser tratados. A GNR há 20 ou 30 anos não tinha, em 
termos de gestão de processo, tantas necessidades porque não tinha tantas obrigações. Há 20 ou 30 anos 
nós não eramos obrigados a reportar nada à ESPAP. Atualmente se tu não reportares os quilómetros ou as 
operacionalidades, tens logo um ato previsto na lei, nos decretos de execução orçamental que saem todos 
os anos. Se nós não reportamos estes dados à ESPAP ficamos proibidos de fazer aquisições. No 
antecedente nós não tínhamos de dar matrículas de abate, hoje temos que ter os processos de abate todos 
em dia, senão não conseguimos fazer a introdução de veículos na nossa frota, ou seja, isto é um ciclo. Daí, 
e decorrente da natural dos processos, o caminho é desmaterializar os processos que existem e viramo-
nos para a digitalização dos mesmos” 
E6 
“permite padronizar a recolha de informação na sua origem, uma vez que todo o efetivo recorre à 
mesma plataforma. Evita empenhamento posterior na correção e procura de dados não recolhidos na 
origem. Permite adicionar ferramentas de auxílio de preenchimento ao utilizador, ou seja, evitar 
erros, através do condicionamento do preenchimento. Torna todo e qualquer registo auditável: saber 
quem registou, editou e consultou.” 
 Importância no acesso/registo de informação em tempo real 
E1 
“a digitalização dos atos permite a obtenção e o acesso digital às bases de dados relevantes […] via 
plataforma eletrónica ou web service” 
E6 
“permite o acesso ao registo em tempo real por parte da cadeia hierárquica, o que facilita o rápido 
acesso à informação assim como a supervisão” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 3 – Sinopse da pergunta sobre o impacto na atividade operacional se os patrulheiros tivessem ao seu 
dispor TMD (G1.3) 
 Impacto no acesso à informação e no registo dos dados 
E1 
“a qualidade e a segurança da informação, através da unicidade de entrada controlada de dados e de 
mensuração objetiva do desempenho e de accountability”; “Capacitação do militar através da 
disponibilização de serviços eletrónicos que possibilitem o acesso à informação necessária no terreno 
para cumprimento da missão de forma mais efetiva e eficiente”; “permite o acesso aos dados e à 
informação em tempo real disponível nas diferentes plataformas interoperáveis com a Guarda”; “Com a 
disponibilização de ferramentas tecnológicas às Patrulhas […] as operações de recolha e tratamento de 




desde que a recolha de dados possa ser validada automaticamente nas plataformas digitais, sem 
interferência humana, através de serviços internos interoperáveis com os sistemas externos de entidades 
da AP, oferecendo vantagens claras e inequívocas para todos os intervenientes no processo”; 
“permitirão também o acesso à intranet institucional da Guarda, garantindo a consulta dos diferentes 
manuais de legislação e das fichas técnicas de apoio à atividade operacional, ampliando a 
padronização da atuação, aumentando a qualidade do serviço prestado ao Cidadão”; “identifica-se um 
conjunto de ferramentas tecnológicas que garantem ao militar da Guarda o acesso às bases de dados das 
diversas entidades da AP que contribuem para a segurança, garantindo a interoperabilidade entre os 
diversos sistemas de informação e o SIIOP em uso na Guarda”; “permite receber notificações de 
natureza policial, ambiental, rodoviária e judicial […] divulgar avisos, alertas, conselhos e boas 
práticas nas áreas conexas com a Segurança” 
E2 
“o grande impacto seria na disponibilização imediata da informação […] na sociedade atual é relevante 
a velocidade da informação e isso é que faria a grande diferença”; “em termos de gestão interna, o 
grande impacto seria na velocidade dos dados registados, seja para recolha, seja para fornecimento” 
E4 “disponibilização da informação em tempo real a terceiros” 
E5 “automatização da recolha de dados no seio da GNR” 
E6 “a disponibilização de TMD possibilitaria incrementar a melhoria dos registos” 
 Impacto na atuação dos militares 
E1 
“maximizar a utilização de TIC e consolidar o conhecimento e a literacia digital dos militares da Guarda, 
potencia o seu desempenho e sua atuação no terreno, fiscalizando, investigando, policiando, 
socorrendo, protegendo e processando de forma mais efetiva, eficaz e credível”; “solução de mobilidade 
para o patrulhamento diário”; “facilita o trabalho dos militares na identificação da infração, dos seus 
infratores e no pré-preenchimento automático da informação já existente no sistema, evitando-se 
redundâncias de processamento do expediente” 
E2 
“interferência na própria segurança da atividade operacional, a segurança do próprio patrulheiro e a 
segurança dos cidadãos que são alvos de interação com o patrulheiro” 
E5 
“caso estes terminais contribuam para a automatização da recolha de dados no seio da GNR, poderão 
contribuir para a obtenção de ganhos de eficiência do tempo útil em atividade operacional das 
patrulhas” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 4 – Sinopse da pergunta sobre o impacto nas atividades de apoio e suporte se os 
patrulheiros/condutores de serviço tivessem acesso a TMD (G1.4) 
 Impacto na gestão dos recursos por possibilitar o acesso a informação em tempo real 
E1 
“é expectável que seja feita uma criteriosa gestão dos recursos do Estado, pelo que se impõe que a 
interação: Estado - Cidadão, no âmbito das competências da Guarda, seja cada vez mais eficiente, sem 
deixar de ser eficaz” 
E2 
“termos acesso à informação em tempo real […] é este o grande desígnio de gestão nesta área e o 
objetivo último”; “através de um TMD o militar inicia serviço através de um código nominal e a partir 
dali recolhe os dados todos […] em termos de dados logísticos, ficaria tudo registado através desse 
TMD” 
E4 
“Ter em tempo oportuno acesso à informação de modo a dar resposta às necessidades de apoio à 
atividade operacional” 
E5 
“Em termos logísticos, reconhece-se que a possibilidade de os patrulheiros poderem inserir informação 
nos TMD, poderá potenciar um acompanhamento mais atual, near real time, da situação dos recursos 
materiais”; “acompanhamento/projeção da evolução do nível de desgaste (custos) destes recursos e 
adoção de medidas mais céleres tendentes a minimizar o impacto da indisponibilidade ou a redução da 
capacidade dos meios disponíveis […] o recurso a TMD poderá facilitar o registo/afetação de custos às 
respetivas atividades” 
E6 
“acesso a dados reais e em tempo real, como por exemplo: quilómetros percorridos, tipo de utilização 
de meios para apoio à gestão ou acesso à situação do efetivo em tempo real”; ““é um apoio para a gestão” 
E7 “atualização dos fluxos de informação, que deste modo poderia ser em tempo real” 
 Impacto na contabilidade analítica  
E1 “mensuração objetiva do desempenho e de accountability” 
E5 
“estes meios poderão contribuir para uma mais eficiente Contabilidade analítica, contribuindo assim 
para a recolha e possível divulgação de melhor informação, de acordo com os princípios da Accountability 
no que concerne à divulgação da atividade da Guarda, perante os principais stakeholders desta Força de 




 Impacto na monitorização de projetos 
E5 
“o recurso aos TMD também se poderá constituir como uma excelente ferramenta da monitorização de 
projetos, nomeadamente os projetos comunitários” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 5 – Sinopse da pergunta sobre o preenchimento da GP e do BSV (G1.5) 
 Preenchimento da GP 
E1 
 “Criada através do SITREP […] preenchida pelo responsável pelo planeamento e entregue em 
suporte de papel ou disponibilizada no SIIOP-P ao efetivo que executa o serviço – através do módulo 
(Serviço do Órgão) disponível no menu Registos ou na Área de trabalho do efetivo nomeado para a Guia. 
Neste módulo são inseridos os resultados da atividade operacional: através da transposição para o SIIOP-
P de resultados inscritos manualmente na guia ou através de inserção de resultados diretamente em SIIOP-
P (quando disponíveis meios informáticos para o efeito)”; “SITREP: módulo disponível no menu 
Comando. Cinge-se a um período de 24 horas – 00h/23h59. Através deste módulo são geradas guias 
de patrulha/ronda ou atividades referentes ao dia do SITREP. Este módulo agrega automaticamente 
o resultado de todas as guias de patrulha e demais registos efetuados no SIIOP-P (NEO´s, autos, etc.). 
Possibilita aos diferentes escalões de comando consultarem a situação do efetivo e expediente registado 
referente a um período de 24 horas, permitindo a organização e sistematização do serviço e expediente 
relacionado numa lógica diária” 
E3 
“A GP é realizada no SIIOP que é alimentado pelo módulo de escalas do SIIOP-2S”; “O Exmo. TGen 
do CO delineou a priorização de implementação de adaptações nos vários sistemas de informação da GNR, 
em que as primeiras prioridades são atribuídas à qualidade do serviço operacional” 
E4 
“Atualmente, e seguindo o caminho definido pelo Comando da Guarda, todas as Unidades operacionais 
preenchem estes documentos de forma eletrónica no SIIOP-P” 
E5 
“Compete ao Comando Operacional a definição e implementação dos procedimentos a adotar no 
preenchimento da GP” 
E6 
“A GP é preenchida única e exclusivamente através do SIIOP […] é o registo que se constitui como 
ferramenta para detalhar a missão a atribuir a uma força, repositório da atividade para posterior processo 
de auditoria. Na GP são associados os restantes registos efetuados no sistema, como é o caso de uma 
ocorrência – pretendeu-se evitar a duplicação de registos, melhorando ainda a sua qualidade. Somente são 
registados os dados que não são objeto de registos autónomos, como é o caso dos quilómetros percorridos” 
 Preenchimento do BSV  
E2 “Em termos de BSV é puramente em papel” 
E3 
“ainda não é preenchido automaticamente pelo SIIOP mas espera-se vir a receber dados do SIIOP num 
futuro breve” 
E5 “preenchimento da BSV ocorre de forma manual” 
E6 
“efetuado única e exclusivamente em suporte papel, estando previsto ser abrangido pelo processo de 
interoperabilidade SIIOP-SIGRI” 
E7 
“Atualmente são de forma manual ou feita em programas avulsos nas Unidades. Qualquer das formas 
não se consegue aproveitar a informação contida nesses documentos, o que é pena” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 6 – Sinopse da pergunta sobre as desvantagens/disfunções associadas ao preenchimento da GP e do 
BSV em papel (G1.6) 
 Necessidade de maior empenhamento de recursos 
E1 
“obriga a um maior empenhamento de Recursos Humanos nos registos, com prejuízo na 
disponibilidade para a atividade operacional”; “originando custos acrescidos de tempo, financeiros e 
de emprego de recursos humanos” 
E4 
“As desvantagens identificadas são: custos associados; tempo despendido no cumprimento da tarefa, 
elevado número de intervenientes no processo” 
E5 “qualquer necessidade de tratamento de informação obriga a elevado empenho de horas/ RH” 
E7 “consome demasiado tempo” 





“difícil de […] transmitir toda a informação de uma forma clara e isenta de erros, quer pela 
complexidade e detalhe da mesma, quer pela necessidade premente de acorrerem a outras situações de 
cariz prioritário”; “diminui a qualidade dos registos” 
E2 “erros de preenchimento” 
E6 “Não há padronização de recolha de dados” 
E7  “as hipóteses de erro aumentam” 
 Ausência de disponibilização de informação em tempo oportuno 
E2 
“a velocidade com que a informação chega ao órgão central […]em termos práticos o BSV fica registado 
nas Unidades para efeitos de controlo de auditoria e os dados do BSV já não chegam à DRL […], os 
quilómetros são carregados via plataforma porque os dados chegam de forma muito mais célere. Nós 
temos de fazer um report mensal da quilometragem, não podemos estar à espera dos BSV, porque podem 
demorar a chegar da Unidade passados um mês ou dois” 
E4 “ausência de disponibilização de informação em tempo real” 
E5 
“preenchimento e recolha dos dados do BSV de forma manual (em papel) é um processo demorado, que 
não permite associar automaticamente o empenhamento dos recursos materiais à missão desenvolvida” 
E6 “Dificulta a posterior consulta. Dificulta o acesso pelos vários escalões de comando e supervisão” 
E7 
“dificuldades logísticas na recolha de dados estatísticos em tempo oportuno”; “a consulta por 
qualquer motivo, disciplinar, averiguações ou criminal através de plataformas digitais resulta mais 
eficiente do que solicitar às Unidades os processos, como ocorre neste momento” 
 Duplicação do registo 
E1 
“duplicação desnecessária de tarefas visando o mesmo fim, tornando todos os processos subsequentes 
necessariamente mais morosos”; “obriga à inserção dos mesmos registos em mais do que um 
documento ou módulo do SIIOP” 
E6 
“Obriga a registar a mesma informação em vários documentos, como por exemplo, a GP e BSV: os 
quilómetros, condutor, imediato, etc., acabam por ter de ser registados em ambos os documentos” 
E7 
“obriga ao preenchimento da mesma informação em várias plataformas, com as desvantagens que 
dai advém” 
 Desmotivação dos militares 
E2 
“[…] está muito sujeito, primeiro à ação de comando, ou seja, se tens uma estrutura de comando que não 
é exigente sobre isso, o pessoal tem tendência a relaxar-se e a não preencher os BSV” 
E7 “o preenchimento da mesma informação em várias plataformas […] desmotiva os militares” 
 Risco de Extravio dos documentos 
E2 “poder haver extravio nos BSV” 
E7 
“[…] falta referir o arquivo. Em formato papel há sempre a possibilidade de extravio de qualquer 
documento” 
 Incompatibilidade dos SI 
E7 
“O SIGRI/Gestão de frota, atualmente em vigor, é capaz de responder às necessidades de informação, 
envolvendo todas as Unidades numa única plataforma partilhada, de forma a potenciar toda a informação 
recolhida, com ganhos significativos na simplificação dos processos de trabalho e celeridade na tomada 
de decisão, mas falta-lhe a compatibilidade com a GP ou BSV, porque são programas desenhadas em 
plataformas diferentes que não interagem entre si (SIIOP vs AS/400)” 
 Impacto ambiental 
E5 
“não será de descurar, os custos associados à produção dos boletins de recolha de dados e 
simultaneamente o impacto ambiental, contrário aos princípios promovidos pela Administração Pública” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 7 – Sinopse da pergunta sobre as considerações dos Entrevistados sobre a possibilidade de mitigação 
dos erros identificados com o formato em papel da GP e do BSV (G1.7) 
 Consideração positiva 
E1 “Sim, a disponibilização de meios tecnológicos e digitais aos militares é o passo futuro da GNR” 
E2 
“Consegues minimizar alguns destes problemas, ou mitigá-los na totalidade e eu acredito que o 
processo de desmaterialização e digitalização, no mínimo vai minimizar estes problemas todos” 
E3 
“Quando nos dias de hoje se fazem esforços para otimização de processos totalmente 




E4 “Considero que sim” 
E5 
“Somente após a definição do modelo de um possível processo de digitalização dos documentos em apreço 
será possível projetar os efeitos de mitigação dos problemas associados à recolha de dados através de 
formulários em suporte de papel. Não obstante, considera-se que a digitalização poderá contribuir para 
a diminuição das desvantagens expostas na resposta à pergunta anterior” 
E6 “Sim” 
E7 “Em parte” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 8 – Sinopse da pergunta sobre as vantagens da digitalização da GP e do BSV, de forma a que os 
militares pudessem preencher estes documentos, num TMD e em tempo real (G1.8) 
 Diminuição dos recursos necessários 
E4 
“As vantagens são: custo, tempo, simplicidade de processos e permanente monitorização”; 
“diminuição dos custos associados ao cumprimento da tarefa; cumprimento da tarefa de forma mais 
célere; diminuição do número de intervenientes no processo” 
E5 “diminuição de recursos humanos (RH) envolvidos na compilação e tratamento de dados” 
E6 
“Seria a situação ideal, uma vez que diminua substancialmente o tempo de registo nestas atividades 
acessórios, com um claro benefício para a atividade operacional” 
E7 “custos reduzidos em termos humanos e materiais” 
 Acesso oportuno a informação uniformizada 
E2 
“A primeira grande vantagem é a questão da velocidade de informação. A segunda grande vantagem 
é uniformizarmos e balizarmos a informação. Nós quando escrevemos em papel temos mais margem 
de manobra para escrever o que entendermos. […], ou seja, balizar e uniformizar a informação para 
falarmos todos a mesma linguagem. Esta é a grande vantagem da digitalização.” 
E5 “aumento da celeridade na disponibilização da informação para os Órgãos de decisão” 
E6 “permitia uma fácil consulta por parte do escalão de registo e dos diferentes escalões de comando” 
E7 
 “A grande vantagem é a rapidez da tomada de decisão, acesso a informação de qualidade com custos 
reduzidos em termos humanos e materiais” 
 Evitar a duplicação de registos 
E1 “evitam-se redundâncias de processamento” 
E3 
“As principais vantagens são a partilha interna de dados, facilitando o processamento 
administrativo/logístico. Seguindo o princípio only once os dados só são inseridos uma vez e são 
entregues a quem deve fazer a sua gestão” 
E6 
“evitava que alguns tipos de registos tivessem de ser duplicados, como ainda acontece.”; “evitava 
registo da mesma informação em mais do que um documento” 
 Validação de dados automática 
E1 “Registo de dados no local e validação automática” 
E2 
“a questão do BSV eletrónico pode ter uma vantagem, ou seja, como nós já temos por exemplo na 
plataforma de gestão de frota, tu quando introduzes um dado, introduzes uma data associada e não podes 
depois regredir, seja em termos de quilómetros ou de data por coisas já do passado, senão deteta logo um 
erro” 
 Georreferenciação e Monitorização 
E1 “Georreferenciação de todas as ações realizadas pela Guarda” 
E7 “permanente monitorização” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 9 – Sinopse da pergunta sobre as desvantagens desta digitalização (G1.9) 
 Não identificaram desvantagens 
E1 “Não foram identificadas desvantagens” 
E6 
“Não. Da experiência recente dos processos que têm vindo a ser desmaterializados, é unanime que a 
desmaterialização se trata de uma solução que não apresenta desvantagens” 




 Processo caro e moroso 
E3 
“estes processos são muito caros, morosos”; “necessidade de desenhar o processo corretamente, sem 
falhas e sem loops geradores de incongruências, definindo responsáveis para cada área funcional para 
fazer a arquitetura do processo”; “exige sintonia de muitas áreas funcionais diferentes da GNR” 
E4 
“Tempo despendido na alteração de processos, investimento inicial na aquisição de equipamentos e 
serviços, necessidade de formação, etc.” 
E5 
“custos de aquisição e sustentação de equipamento e programas informáticos, assim como o 
necessário investimento com a formação de utilizadores” 
 Barreiras informáticas 
E2 
“Podemos idealizar esta questão da GP eletrónica e do BSV eletrónico, mas vou dar-te um exemplo, o 
SIGRI, trabalha numa base de AS400 e o SIIOP trabalha numa base de SAP, que não comunicam entre 
si, tem estruturas informáticas diferentes, que é um problema que tem de ser ultrapassado. Era mais fácil 
chegar a um sistema informático e dizer, eu quero recolher da GP eletrónica o campo x, y e z e esses 
campos são automaticamente exportados para a minha base de dados e tinha o problema resolvido […] 
temos um problema, que é as barreiras informáticas, nomeadamente questões de RNSI“ 
 Resistência à mudança 
E3 
“Outra desvantagem na GNR é a limitação natural à inovação, as pessoas têm hábitos e os processos não 
devem ser fraturantes. O end-user tem de ver uma mais valia na alteração do processo. O que nem sempre 
se verifica, pois, a GNR tende a desenhar os processos para responder a necessidades do escalão superior 
e muitas vezes esquece o ganho para o patrulheiro” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 10 – Sinopse da pergunta sobre a pertinência em recolher outros dados operacionais ou 
logístico/administrativos através de um possível modelo da GP e do BSV digital (G1.10) 
 Dados logísticos 
E2 “A questão dos abastecimentos preciso sempre” 
E5 
“Considera-se que a recolha de dados per si não traz quaisquer ganhos. O valor acrescentado encontra-
se na recolha e tratamento dos dados. Como tal, a pertinência de alargar o âmbito de recolha de dados 
será proporcional à necessidade de informação a obter” 
E6 
“Estando já implementada a GP, seria benéfico através deste registo, originar o BSV, para controlo 
logístico da viatura. A futura interoperabilidade entre o SIIOP e o SIGRI permitirá, do ponto de vista 
logístico, apurar o nº de utilizações de determinados meios que são associados à guia de patrulha: 
viaturas, alcoolímetros, rádios, armamento, etc.” 
 Recolha de notícias e informações 
E4 
“A recolha de notícias e informações por parte dos militares que estão no terreno torna-se essencial para 
um futuro apoio à atividade operacional. Após a materialização desta ação, militares especialistas na 
área das informações dedicam-se à sua análise e produzem relatórios que posteriormente são 
disponibilizados às Unidades. 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 11 – Sinopse da pergunta sobre qual o TMD mais indicado para a digitalização da GP e do BSV 
(G1.11) 
 Telemóvel ou Tablet 
E1 
“Os tablets com teclado destacável (também conhecido como computador híbrido) devem ter 
características robustecidas e destinam-se a ser utilizados em ambiente operacional pelos patrulheiros 
da GNR, para permitir o acesso aos sistemas de informação internos e externos e automaticamente ajudar 
a georreferenciar as ocorrências e a alimentar a COP (Common Operational Picture) através do seu 
módulo de georreferenciação”; “torna-se necessário adquirir um conjunto de completos constituídos por 
uma mala de transporte dotada de capacidade de alimentação de equipamentos, um tablet (com 
teclado destacável) com características robustecidas e com capacidade de ligação em rede e uma 
impressora térmica portátil robustecida” 
E2 
“Falando em termos logísticos, o tablet seria o ideal para operar, mas pela experiência que tenho e por 




de ter um teclado associado. A questão do tablet será sempre o método que pela dimensão do ecrã e 
pelo espaço que ocupa no veículo será sempre o hardware ideal para se trabalhar” 
E3 
“aquisição de tablet robustecidos com teclado destacável, impressora robustecida e mala robustecida 
para transporte” 
E4 
“Tendo em conta a portabilidade e a facilidade de uso, considero que o telemóvel e o tablet serão os 
TMD mais adequados a utilizar” 
E6 
“Tratando-se de tipos de registo que decorrem da atividade operacional, é mais vantajoso a 
disponibilização de telemóvel ou tablet, por se tratem de meios portáteis que não condicionam a 
presença no exterior” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 12 – Sinopse da pergunta sobre os aspetos mais importantes de hardware e software a ter em 
consideração na escolha do TMD (G1.12) 
 Software 
E1 “Sistema operativo Microsoft Windows 10 Professional 64bit” 
E2 
“Temos de trabalhar com um software […] no meu entendimento deveria existir apenas um software 
operacional, mas com os tais dados logísticos introduzidos e não estarmos a criar mais que um software” 
E3 
“Equipamento com Windows 10 ligados na RNSI para terem políticas de segurança de acesso a 
informação interna”; “garantir meios que do ponto de vista do hardware e software satisfaçam os requisitos 
da rede: RNSI” 
 Hardware 
E1 
“Disco para armazenamento SSD com um mínimo de 128 GB capacidade”; “Monitor com dimensões 
entre 11’’ a 12’’ com brilho 800 Nits ou superior”; “Placa Gráfica - Intel HD 620 ou equivalente”; “Leitor 
de cartões Smart Card encastrado”; “1 porta HDMI out”; “teclado destacável com touchpad”; “GPS 
dedicado - tem de ter antena GPS (não necessita da rede 4G para obter localização)”; “ Câmara fotográfica 
frontal (no mínimo 5 Mpixel) e câmara fotográfica traseira (no mínimo 8 Mpixel)”; “Garantir alimentação 
a partir de 220V AC e de 12V DC (isqueiro da viatura)”; “Pega incorporada permitindo o manuseamento 
e transporte seguro da unidade”; “Processador Intel® i5, 6 MB Cache, 4 Core, ou superior”; “Memória 
mínima de 8 GB RAM”; “Bateria: com um mínimo de 8 horas de operação”; “Conectividade mínima: 
LTE 4G, Wi-fi, Bluetooth” 
E4 “tamanho, peso” 
E5 “é primordial equipamento dotado de tecnologia de localização, para efeitos de gestão operacional” 
 Especificações extra 
E1 
“Ter certificação MIL-STD-810G (quedas, humidade, temperaturas,…)”; “Ter certificação MIL-STD-
461F (interferências eletromagnéticas)”; “Ter classificação IP65 (infiltrações água e poeiras)”; “Garantia 
mínima de 3 anos”; “Ecrã Táctil - Touchscreen compatível com o uso de luvas”; Caneta incorporada para 
escrita em ecrã 
E4 “Preço, portabilidade, facilidade na sua utilização e rapidez no seu uso” 
E5 
“sob o ponto de vista dos princípios logístico considera-se que a digitalização de documentos deverá 
funcionar, tanto quanto possível, no maior número e tipologia de TMD, especialmente os mais portáteis, 
de forma a permitir uma utilização o mais versátil possível” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 13 – Sinopse da pergunta sobre as medidas que poderiam ser implementadas para segurança do TMD 
e das informações nele contidas (G1.13) 
 Operar dentro da rede RNSI 
E3 “As mesmas que qualquer computador da GNR na rede” 
E4 “Estes equipamentos deveriam operar dentro de uma rede segura, tipo RNSI” 
E7 
“Estando a Guarda a utilizar a RNSI, está à partida garantida a política de segurança à qual o 
hardware e aplicações se têm de ajustar” 
 Outras formas de segurança 
E1 
“A segurança do sistema é definida de acordo com dois fatores: (1) Hierarquia: de acordo com a estrutura 




utilizador normal desempenha o seu papel específico, isto é, age em seu próprio nome; e há papéis 
especiais para quem desempenha funções definidas nos diplomas orgânicos e demais normativos 
funcionais – “Gestor de…, Comandante de…, etc.” 
E2 
“Tudo tem de ter um código associado e acho que em termos de segurança era o que interessava, ou 
seja, ter um código de utilizador que dá acesso ao sistema e identifica paralelamente o utilizador para 
efeitos de registo”; “recorrer ao cartão cidadão estaríamos a complicar, a meu ver, acho que é suficiente 
termos uma password como temos para o nosso e-mail ou para o SIIOP-P, porque a experiência que eu 
tenho a questão do cartão cidadão não ia correr bem, depois o militar esqueceu-se ou perdeu do cartão de 
cidadão e depois não sei o que faríamos. Ter objetos físicos para validar o início de uma patrulha penso 
que não ia correr bem” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 14 – Sinopse da pergunta sobre a forma mais eficiente e segura de ligação à rede (G1.14) 
 Dados móveis 
E1 
“Quanto à eficiência esta é garantida pela cobertura de dados móveis garantida pelo operador do Serviço 
Móvel Terrestre, atualmente a NOS” 
E2 “A meu ver o ideal seria os dados móveis” 
E3 “O que se visualiza é usar dados móveis” 
E4 “Dados móveis” 
E6 
“Para efeitos operacionais, sendo o acesso preferencialmente efetuado em mobilidade, será à partida 




“O que me parece é que até lá, caso tenhamos essa capacidade, vamos ter de trabalhar em formas de 
backup, ou seja, por wireless. Carrega-se os dados, fazem a patrulha e depois chega ao Posto e é feito um 
backup dos dados para o servidor, via wireless” 
E4 “O wireless não é seguro” 
Fonte: Elaboração própria com recurso ao NVIVO 
Quadro n.º 15 – Sinopse da pergunta sobre a forma mais adequada de calcular e perspetivar os recursos materiais 
necessários à digitalização da GP e do BSV (G1.15) 
 Distribuição dos TMD pelos PTer 
E1 
“Num pressuposto de rentabilização dos recursos é intenção distribuir aos Postos (1 ou 2), que no âmbito 
das suas ações de patrulhamento o utilizam” 
E3 
“Os equipamentos não ficam agregados a viaturas, nem a militares. […] maioritariamente os 
equipamentos destinam-se ao trabalho dos Postos (serviço operacional), estimando também a sua 
distribuição a algumas unidades especiais (sempre serviço operacional)” 
 Associação dos TMD às viaturas  
E2 
“A meu ver os tablets deveriam estar agregados à viatura. […] O ideal é ter um tablet/sistema 
informático que faz parte do completo da viatura, em que os utilizadores podem ser múltiplos com 
acesso via password, via introdução de dados nominais” 
E6 
“Numa situação ideal existirão tantos equipamentos quantos os Militares/efetivos que estejam 
projetados em simultâneo no exterior. Esta distribuição, de forma ideal, deverá ser extensivel aos 
comandantes/chefes dos vários escalões de comando, uma vez que possibilita flexibilidade de trabalho em 
quaisquer circunstâncias, até porque permite concretização do dever de disponilidade que lhes é exigido. 
Os equipamentos distribuidos existentes nos quarteis, ainda que possam ser utilizados pelos efetivos que 
prestam serviço operacional propriamente dito, deverão ser preferencialmente utilizados para backoffice”; 
“O objetivo é que sejam adquiridos equipamentos que confiram a possibilidade de trabalho operacional 
em mobilidade total, pelo que não deverão estar “integrados” em viaturas. 




Quadro n.º 16 – Sinopse da pergunta sobre os aspetos a ter em conta no cálculo dos custos associados a esta 
digitalização (G1.16) 
 Análise dos custos associados 
E1 
“Qualquer solução a implementar tem custos, de desenvolvimento, de implementação da solução, de 
formação (não só da aplicação, mas também do uso de uma solução tecnológica, que poderá debater-se 
com alguma necessidade de formação no âmbito da literacia digital aplicada ao patrulheiro), de 
manutenção corretiva (bugs) e evolutiva (nova legislação), e na definição de um ciclo de vida do 
documento digital (arquivo)” 
E4 
“Deverá ser analisado o custo-benefício da adoção desta mudança, verificar se as vantagens são na 
realidade maiores que as desvantagens, e se há condições para avançar para a edificação desta capacidade 
dentro da GNR” 
E6 
“Apurar custos com aquisição e manutenção de hardware. Apurar custos com o investimento nas 
aplicações” 
 Ótica de investimento  
E2 
“Eu olho para isto numa perspetiva de investimento para a melhoria da atividade operacional e da 
gestão propriamente dita […] Porque se formos contar a questão dos custos, é verdade que é um 
investimento muito grande, mas eu acho que isso deve ser deixado para segundo plano, a questão dos 
custos”; “A questão da digitalização é obviamente o passo seguinte e não nos podemos dissociar disso. 
Temos que olhar para isto e tomar a decisão de investir, porque realmente é uma mais valia, em termos da 
velocidade, assertividade e uniformidade de informação. […] Eu tenho de olhar para isto numa perspetiva 
logística e financeira, ou seja, eu para avançar com este passo tenho que pedir orçamentos porque isto vai 
ter custos. Mas a GNR em si, deve olhar para a sua transformação digital como um investimento e 
não como um custo” 




APÊNDICE I – ANÁLISE DA FIABILIDADE DO INQUÉRITO POR 
QUESTIONÁRIO 
Em primeiro lugar, importa esclarecer que o cálculo da fiabilidade do IQ inclui 
somente as PQ compostas por escalas ordinais do tipo Likert, especificamente, as PQ 9, 12, 
13, 14, 15, 16, 17, 18, 19, 20, 21, 22 e 23. Ou seja, as primeiras PQ, referentes aos dados 
biográficos e profissionais dos inquiridos e as PQ 10, 11 e 24 não foram incluídas neste 
cálculo. 
Assim sendo, foi calculado o coeficiente de Alfa de Cronbach (α) para o conjunto dos 
itens supramencionados que compõe o IQ, sendo que se obteve um valor de α=0,968 (Tabela 
n.º 7), que indica um grau de fiabilidade dos dados excelente (Tabela n.º 9). 
Tabela n.º 7 – Estatísticas de fiabilidade: cálculo do Alfa de Cronbach 
Alfa de Cronbach N.º de itens 
0,968 76 
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Acresce que dos itens que compõe as PQ 9, 12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22 
e 23, não existe nenhum que, caso fosse retirado, aumentava o valor do Alfa de Cronbach 
(Tabela n.º 8), o que demonstra que todos os itens se devem manter. 
Tabela n.º 8 – Estatísticas totais dos itens que compõem as PQ 9, 12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22 e 23 
 
Média da escala se o item for 
excluído 
Variância da escala 
se o item for 
excluído 
Correlação 
corrigida do total 
dos itens 
Alfa de Cronbach 
se o item for 
excluído 
PQ 9.1 298,93 1805,063 0,348 0,968 
PQ 9.2 298,92 1803,792 0,402 0,968 
PQ 9.3 299,5 1814,344 0,296 0,968 
PQ 9.4 299,04 1809,37 0,306 0,968 
PQ 9.5 298,5 1806,122 0,369 0,968 
PQ 12 298,27 1804,117 0,503 0,967 
PQ 13 298,18 1806,339 0,499 0,967 
PQ 14.1 298,7 1785,429 0,616 0,967 
PQ 14.2 298,78 1792,101 0,578 0,967 




PQ 14.4 298,22 1798,641 0,559 0,967 
PQ 14.5 298,32 1793,189 0,632 0,967 
PQ 14.6 298,6 1787,414 0,625 0,967 
PQ 14.7 298,8 1777,636 0,624 0,967 
PQ 14.8 298,42 1788,088 0,661 0,967 
PQ 15.1 299,77 1832,97 0,132 0,968 
PQ 15.2 298,96 1829,234 0,178 0,968 
PQ 15.3 299,6 1835,544 0,106 0,968 
PQ 15.4 299,13 1835,456 0,118 0,968 
PQ 16.1 298,74 1794,567 0,526 0,967 
PQ 16.2 299,07 1796,086 0,487 0,967 
PQ 16.3 299,25 1801,511 0,441 0,968 
PQ 16.4 298,49 1795,469 0,536 0,967 
PQ 17 298,48 1797,563 0,513 0,967 
PQ 18.1 298,75 1783,877 0,67 0,967 
PQ 18.2 298,84 1787,146 0,644 0,967 
PQ 18.3 298,93 1779,667 0,663 0,967 
PQ 18.4 298,39 1791,826 0,624 0,967 
PQ 18.5 298,51 1787,358 0,686 0,967 
PQ 18.6 298,75 1784,858 0,67 0,967 
PQ 18.7 298,89 1777,936 0,664 0,967 
PQ 18.8 298,54 1785,675 0,692 0,967 
PQ 19.1 299,72 1829,676 0,171 0,968 
PQ 19.2 299,19 1825,491 0,218 0,968 
PQ 19.3 299,54 1828,344 0,18 0,968 
PQ 19.4 299,23 1826,762 0,203 0,968 
PQ 20.1 298,35 1796,417 0,671 0,967 
PQ 20.2 298,41 1793,089 0,721 0,967 
PQ 20.3 298,3 1797,081 0,701 0,967 
PQ 20.4 298,32 1794,289 0,685 0,967 
PQ 20.5 298,45 1794,423 0,677 0,967 
PQ 20.6 298,7 1792,34 0,636 0,967 
PQ 20.7 298,33 1799,743 0,616 0,967 
PQ 20.8 298,51 1789,713 0,702 0,967 
PQ 20.9 298,7 1790,426 0,641 0,967 
PQ 20.10 298,65 1786,088 0,685 0,967 
PQ 20.11 298,5 1788,462 0,714 0,967 
PQ 21.1 298,6 1802,341 0,525 0,967 




PQ 21.3 298,06 1804,891 0,653 0,967 
PQ 21.4 298,48 1802,466 0,519 0,967 
PQ 21.5 297,99 1806,275 0,644 0,967 
PQ 21.6 298,29 1805,657 0,533 0,967 
PQ 21.7 298,06 1804,144 0,638 0,967 
PQ 21.8 298,23 1802,176 0,588 0,967 
PQ 21.9 298,17 1804,077 0,596 0,967 
PQ 21.10 298,11 1803,054 0,625 0,967 
PQ 21.11 298,73 1807,75 0,379 0,968 
PQ 21.12 298,27 1805,497 0,535 0,967 
PQ 21.13 298,06 1803,789 0,645 0,967 
PQ 21.14 298,41 1805,615 0,526 0,967 
PQ 21.15 298,25 1802,158 0,615 0,967 
PQ 21.16 298,09 1803,894 0,641 0,967 
PQ 21.17 298,14 1804,089 0,608 0,967 
PQ 22.1 299,39 1816,794 0,255 0,968 
PQ 22.2 298,42 1802,318 0,514 0,967 
PQ 22.3 298,54 1814,534 0,346 0,968 
PQ 23.1 298,96 1795,611 0,535 0,967 
PQ 23.2 298,52 1790,401 0,731 0,967 
PQ 23.3 298,59 1793,222 0,672 0,967 
PQ 23.4 298,6 1784,577 0,713 0,967 
PQ 23.5 298,55 1784,808 0,741 0,967 
PQ 23.6 298,52 1789,602 0,716 0,967 
PQ 23.7 298,43 1793,556 0,709 0,967 
PQ 23.8 298,54 1790,639 0,69 0,967 
PQ 23.9 298,34 1793,377 0,736 0,967 
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 9 – Significado atribuído aos diferentes valores de Alfa de Cronbach 
Valor do Alfa de Cronbach Significado 
Maior que 0,9 Excelente 
Entre 0,8 e 0,9 Bom 
Entre 0,7 e 0,8 Razoável 
Entre 0,6 e 0,7 Fraco 
Menor que 0,6 Inaceitável 




APÊNDICE J – ANÁLISE ESTATÍSTICA DO INQUÉRITO POR 
QUESTIONÁRIO 
Tabela n.º 10 – Estatísticas totais de validade da caraterização biográfica dos inquiridos (PQ 1 e 2) 
 Género Idade 
N 
Válido 1201 1201 
Omisso 0 0 
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 11 – Estatísticas totais que compõe o género dos inquiridos (PQ 1) 






 Feminino 94 7,8 7,8 7,8 
Masculino 1107 92,2 92,2 100,0 
Total 1201 100,0 100,0  
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 12 – Estatísticas totais que compõe a idade dos inquiridos (PQ 2) 







Até 30 anos 186 15,5 15,5 15,5 
Entre 31 a 45 anos 749 62,4 62,4 77,9 
Entre 46 a 55 anos 262 21,8 21,8 99,7 
Mais de 56 anos 4 0,3 0,3 100,0 
Total 1201 100,0 100,0  
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
 
 
Figura n.º 9 – Gráfico circular do género dos militares 
inquiridos (PQ 1) 
Fonte: Elaboração Própria com recurso ao IBM SPSS 
Statistics 
 
Figura n.º 10 – Gráfico circular da idade dos militares 
inquiridos (PQ 2) 









Entre 31 a 45 anos Entre 46 a 55 anos























Válido 1201 1201 1201 1201 1201  
Omisso 0 0 0 0 0  
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 14 – Estatísticas totais que compõe a categoria profissional dos inquiridos (PQ 3) 







Guardas 1023 85,2 85,2 85,2 
Sargentos 132 11,0 11,0 96,2 
Oficiais 46 3,8 3,8 100,0 
Total 1201 100,0 100,0  
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 15 – Estatísticas totais que compõe a Arma ou Serviço dos inquiridos (PQ 4) 







Administração Militar 3 0,2 0,2 0,2 
Cavalaria 150 12,5 12,5 12,7 
Engenharia 1 0,1 0,1 12,8 
Guarda Florestal 13 1,1 1,1 13,9 
Infantaria 1028 85,6 85,6 99,5 
Transmissões 6 0,5 0,5 100,0 
Total 1201 100,0 100,0  
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
 
 
Figura n.º 11 – Gráfico circular da categoria 
profissional dos militares inquiridos (PQ 3) 
Fonte: Elaboração Própria com recurso ao IBM 
SPSS Statistics 
 
Figura n.º 12 – Gráfico circular da Arma ou serviço 
dos inquiridos (PQ 4) 




















Tabela n.º 16 – Estatísticas totais que compõe a U/E/O de colocação dos inquiridos (PQ 5) 







CTer Açores 9 0,7 0,7 0,7 
CTer Aveiro 94 7,8 7,8 8,6 
CTer Beja 2 0,2 0,2 8,7 
CTer Braga 100 8,3 8,3 17,1 
CTer Bragança 16 1,3 1,3 18,4 
CTer Castelo Branco 119 9,9 9,9 28,3 
CTer Coimbra 20 1,7 1,7 30,0 
CTer Évora 101 8,4 8,4 38,4 
CTer Faro 64 5,3 5,3 43,7 
CTer Leiria 83 6,9 6,9 50,6 
CTer Lisboa 4 0,3 0,3 51,0 
CTer Portalegre 108 9,0 9,0 60,0 
CTer Porto 163 13,6 13,6 73,5 
CTer Santarém 1 0,1 0,1 73,6 
CTer Setúbal 99 8,2 8,2 81,8 
CTer Viana do Castelo 46 3,8 3,8 85,7 
CTer Vila Real 38 3,2 3,2 88,8 
CTer Viseu 74 6,2 6,2 95,0 
UCC 31 2,6 2,6 97,6 
USHE 29 2,4 2,4 100,0 
Total 1201 100,0 100,0  
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
 
Figura n.º 13 – Gráfico de barras da U/E/O de colocação dos inquiridos (PQ 5) 


































Tabela n.º 17 – Estatísticas totais do tempo desempenhado pelos militares no serviço de patrulha (PQ 6) 







Menos de 5 anos 9 0,7 0,7 0,7 
Entre 6 a 10 anos 94 7,8 7,8 8,6 
Entre 11 a 15 anos 2 0,2 0,2 8,7 
Entre 16 a 20 anos 100 8,3 8,3 17,1 
Mais de 21 anos 16 1,3 1,3 18,4 
Total 119 9,9 9,9 28,3 
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
 
 
Figura n.º 14 – Gráfico circular do tempo desempenhado pelos militares no serviço de patrulha (PQ 6) 
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 18 – Estatísticas totais sobre o desempenho dos militares, atual ou no passado, em serviços de 
transporte administrativo (PQ 7)  






 Não 592 49,3 49,3 49,3 
Sim 609 50,7 50,7 100,0 
Total 1201 100,0 100,0  
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 19 – Estatísticas totais da regularidade com que os militares desempenharam o serviço de transporte 
administrativo (PQ 8) 
 Frequência Percentagem % válida % Acumulativa 






 Raramente 157 13,1 13,1 62,4 
Regularmente 272 22,6 22,6 85,1 
Todos os dias 180 14,9 14,9 100,0 
Total 1201 100,0 100,0  




13% Mais de 21 anos
Entre 16 a 20 anos
Entre 11 a 15 anos
Menos de 5 anos




Figura n.º 15 – Gráfico circular do desempenho dos 
militares, atual ou no passado, em serviços de 
transporte administrativo (PQ 7) 
Fonte: Elaboração Própria com recurso ao IBM 
SPSS Statistics 
Figura n.º 16 – Gráfico circular da regularidade 
com que os militares desempenharam o serviço de 
transporte administrativo (PQ 8) 
Fonte: Elaboração Própria com recurso ao IBM 
SPSS Statistics 
Tabela n.º 20 – Estatísticas totais de validade dos dados relativos à digitalização da GP e do BSV (PQ 9, 10, 11, 12, 
13, 14, 15, 16, 17, 18 e 19) 
 PQ 9 PQ 10 PQ 11 PQ 12 PQ 13 PQ 14 PQ 15 PQ 16 PQ 17 PQ 18 PQ 19 
N 
Válido 1201 1201 1201 1201 1201 1201 1201 1201 1201 1201 1201 
Omisso 0 0 0 0 0 0 0 0 0 0 0 
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 21 – Estatísticas dos itens que compõe os dados relativos aos constrangimentos associados ao 
preenchimento da Guia de Patrulha em papel (PQ 9) 
 N válido Mínimo Máximo Média (𝑥 ̅) Desvio Padrão (σ) 
1 1201 1 5 4,12 1,271 
2 1201 1 5 3,69 1,374 
3 1201 1 5 3,70 1,237 
4 1201 1 5 3,57 1,395 
5 1201 1 5 3,12 1,257 





















Tabela n.º 22 – Estatísticas totais do tempo despendido pelos militares no preenchimento da GP em papel (PQ 10) 







Menos de 10 minutos 829 69,0 69,0 69,0 
Entre 10 a 15 minutos 301 25,1 25,1 94,1 
Mais de 15 minutos 71 5,9 5,9 100,0 
Total 1201 100,0 100,0  
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 23 – Estatísticas totais sobre a concordância dos militares acerca da possibilidade de poupar tempo se o 
preenchimento da GP fosse digital (PQ 11)  






 Sim 925 77,0 77,0 77,0 
Não 276 23,0 23,0 100,0 
Total 1201 100,0 100,0  
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
TD TC NCND CT DT 
1. Gastos em fotocópias ou impressões 
2. Duplicação de documentos 
3. Tempo despendido e não utilizado 
em tarefas mais relevantes 
4. Facilidade em cometer erros 
5. Duplicação do registo (primeiro 
pelo militar da patrulha e depois pelo 
militar do atendimento) 
Figura n.º 17 – Gráfico das estatísticas relativas aos constrangimentos associados ao preenchimento da Guia de 
Patrulha em papel (PQ 9) 







Figura n.º 18 – Estatísticas totais do tempo 
despendido pelos militares no preenchimento da GP 
em papel (PQ 10) 
Fonte: Elaboração Própria com recurso ao IBM 
SPSS Statistics 
 
Figura n.º 19 – Estatísticas totais sobre a 
concordância dos militares acerca da possibilidade 
de poupar tempo se o preenchimento da GP fosse 
digital (PQ 11) 
Fonte: Elaboração Própria com recurso ao IBM 
SPSS Statistics 
 
Tabela n.º 24 – Estatísticas totais da concordância dos militares com a implementação de uma GP digital (PQ 12) 
N válido Mínimo Máximo Média (𝑥 ̅) Desvio Padrão (σ) 
1201 1 5 4,35 0,995 
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 25 – Estatísticas totais da concordância dos militares sobre se seria benéfico se o preenchimento da GP 
fosse feito diretamente no SIIOP num TMD (PQ 13) 
N válido Mínimo Máximo Média (𝑥 ̅) Desvio Padrão (σ) 
1201 1 5 4,44 0,950 








Menos de 10 minutos
Entre 10 a 15 minutos



















Tabela n.º 26 – Estatísticas dos itens que compõe os dados relativos às vantagens da digitalização da GP (PQ 14) 
 N válido Mínimo Máximo Média (𝑥 ̅) Desvio Padrão (σ) 
1 1201 1 5 4,39 1,010 
2 1201 1 5 4,30 0,998 
3 1201 1 5 4,20 1,045 
4 1201 1 5 3,92 1,169 
5 1201 1 5 4,02 1,115 
6 1201 1 5 3,84 1,108 
7 1201 1 5 3,81 1,298 
8 1201 1 5 3,70 1,290 







PQ 13. Preenchimento da 
GP diretamente no SIIOP num TMD  
PQ 12. Implementação de uma 
GP digital  
Figura n.º 20 – Gráfico das estatísticas totais da PQ 12 e 13 
Fonte: Elaboração Própria com recurso ao RStudio 
1. Diminuição dos gastos em papel 
2. Facilidade de partilha de informação 
3. Validação de dados automáticas 
4. Facilidade de preenchimento 
5. Maior segurança 
6. Mitigação de erros 
7. Maior rapidez 
8. Diminuição do tempo despendido 
no preenchimento 
Figura n.º 21 – Gráfico das estatísticas totais das vantagens da digitalização da GP (PQ 14) 





Tabela n.º 27 – Estatísticas dos itens que compõe os dados relativos aos constrangimentos da digitalização da GP 
(PQ 15) 
 N válido Mínimo Máximo Média (𝑥 ̅) Desvio Padrão (σ) 
1 1201 1 5 3,66 1,124 
2 1201 1 5 3,48 1,081 
3 1201 1 5 3,02 1,175 
4 1201 1 5 2,85 1,174 








Tabela n.º 28 – Estatísticas dos itens que compõe os dados relativos aos constrangimentos do preenchimento do 
BSV em papel (PQ 16) 
 N válido Mínimo Máximo Média (𝑥 ̅) Desvio Padrão (σ) 
1 1201 1 5 4,12 1,119 
2 1201 1 5 3,88 1,161 
3 1201 1 5 3,55 1,212 
4 1201 1 5 3,36 1,192 





1. Falhas de rede 
2. Avarias no equipamento 
3. Risco de extravio do TMD 
4. Dificuldade em garantir 
a segurança dos dados 
Figura n.º 22 – Gráfico das estatísticas totais dos constrangimentos da digitalização da GP (PQ 15) 











Tabela n.º 29 – Estatísticas totais da concordância dos militares sobre a implementação de um BSV digital (PQ 17) 
N válido Mínimo Máximo Média (𝑥 ̅) Desvio Padrão (σ) 
1201 1 5 4,14 1,122 





Tabela n.º 30 – Estatísticas dos itens que compõe os dados relativos às vantagens da digitalização do BSV (PQ 18) 
 N válido Mínimo Máximo Média (𝑥 ̅) Desvio Padrão (σ) 
1 1201 1 5 4,23 1,035 
2 1201 1 5 4,11 1,020 
3 1201 1 5 4,08 1,040 
4 1201 1 5 3,86 1,104 
5 1201 1 5 3,86 1,087 
6 1201 1 5 3,77 1,089 
7 1201 1 5 3,73 1,218 
8 1201 1 5 3,68 1,189 
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
1. Gastos em fotocópias ou impressões 
2. Duplicação de documentos 
3. Morosidade do preenchimento 
4. Facilidade em cometer erros 
Figura n.º 23 – Estatísticas totais dos constrangimentos do preenchimento do BSV em papel (PQ 16) 
Fonte: Elaboração Própria com recurso ao RStudio 
PQ 17. Implementação de um 
BSV digital  
Figura n.º 24 – Gráfico das estatísticas totais da concordância dos inquiridos sobre a implementação de um BSV 
digital (PQ 17) 












Tabela n.º 31 – Estatísticas dos itens que compõe os dados relativos aos constrangimentos da digitalização do BSV 
(PQ 19) 
 N válido Mínimo Máximo Média (𝑥 ̅) Desvio Padrão (σ) 
1 1201 1 5 3,43 1,118 
2 1201 1 5 3,39 1,127 
3 1201 1 5 3,08 1,163 
4 1201 1 5 2,90 1,138 









1. Diminuição dos gastos em papel 
2. Facilidade de partilha de informação 
3. Validação automática de dados 
4. Facilidade de preenchimento 
5. Maior segurança 
6. Mitigação de erros 
7. Maior rapidez 
6. Diminuição do tempo 
despendido 
Figura n.º 25 – Gráfico das estatísticas totais das vantagens da digitalização do BSV (PQ 18) 
Fonte: Elaboração Própria com recurso ao RStudio 
 
1. Falhas de rede 
2. Avarias no equipamento 
3. Risco de extravio do TMD 
4. Dificuldade em garantir 
a segurança dos dados 
Figura n.º 26 – Gráfico das estatísticas totais acerca dos constrangimentos da 
digitalização do BSV (PQ 19) 




Tabela n.º 32 – Estatísticas totais de validade dos dados relativos aos TMD (PQ 20, 21, 22 e 23 ) 
 PQ 20 PQ 21 PQ 22 PQ 23 
N 
Válido 1201 1201 1201 1201 
Omisso 0 0 0 0 
Fonte: Elaboração Própria com recurso ao IBM SPSS Statistics 
Tabela n.º 33 – Estatísticas dos itens que compõe os dados relativos à perceção dos inquiridos sobre a utilização de 
TMD (PQ 20) 
 N válido Mínimo Máximo Média Desvio Padrão 
1 1201 1 5 4,32 0,838 
2 1201 1 5 4,27 0,886 
3 1201 1 5 4,29 0,905 
4 1201 1 5 4,21 0,880 
5 1201 1 5 4,29 0,900 
6 1201 1 5 4,17 0,913 
7 1201 1 5 4,12 0,964 
8 1201 1 5 4,11 0,959 
9 1201 1 5 3,96 1,044 
10 1201 1 5 3,92 1,006 
11 1201 1 5 3,92 1,035 










1. Com um TMD tenho acesso oportuno às informações 
2. Com um TMD tenho acesso a informação 
relevante, precisa, atual e específica 
3. Os TMD têm muita utilidade 
4. Com um TMD evitam-se 
redundâncias de processamento de expediente 
5. Tenho capacidade para trabalhar com este tipo 
de tecnologia 
6. Os TMD são fáceis de transportar 
7. Um TMD permite maior celeridade policial 
8. Com um TMD poderia desempenhar a minha 
função com mais facilidade 
9. Com um TMD gastaria menos tempo a preencher 
relatórios e teria mais tempo para a atividade operacional  
10. Com um TMD é mais fácil redigir relatórios 
11. Com um TMD a minha proatividade iria 
aumentar 
Figura n.º 27 – Gráfico das estatísticas totais da perceção dos inquiridos sobre a utilização de TMD (PQ 20)  




Tabela n.º 34 – Estatísticas dos itens que compõe os dados das especificações que os TMD devem ter (PQ 21) 
 N válido Mínimo Máximo Média Desvio Padrão 
1 1201 1 5 4,02 0,992 
2 1201 1 5 3,77 1,036 
3 1201 1 5 4,56 0,759 
4 1201 1 5 4,14 1,002 
5 1201 1 5 4,62 0,745 
6 1201 1 5 4,33 0,907 
7 1201 1 5 4,55 0,790 
8 1201 1 5 4,39 0,893 
9 1201 1 5 4,44 0,846 
10 1201 1 5 4,51 0,826 
11 1201 1 5 3,89 1,191 
12 1201 1 5 4,35 0,908 
13 1201 1 5 4,56 0,788 
14 1201 1 5 4,21 0,920 
15 1201 1 5 4,36 0,856 
16 1201 1 5 4,52 0,790 
17 1201 1 5 4,47 0,828 










1. Acesso à rede, em qualquer local 
2. Alimentação através do isqueiro da 
viatura 3. Bateria: mínimo de 8 horas de 
operação 4. Proteção antichoque 
5. Certificação contra infiltrações de água ou 
poeiras 6. GPS 
7. Disco para armazenamento 
8. Leitor de cartões 
9. Bluetooth 
10. Certificação contra interferências 
eletromagnéticas 11. Câmara fotográfica traseira 
12. Ecrã tátil e compatível com o uso de 
luvas 13. Caneta tátil 
14. Pega incorporada 
15. Ecrã não refletor de luz 
16. Câmara fotográfica 
frontal 17. Teclado 
removível 
Figura n.º 28 – Gráfico das estatísticas totais das especificações que os TMD devem ter (PQ 21) 





Tabela n.º 35 – Estatísticas dos itens que compõe os dados da opinião dos inquiridos relativamente ao TMD que 
deveria ser utilizado no preenchimento digital da GP e do BSV (PQ 22) 
 N válido Mínimo Máximo Média Desvio Padrão 
1 1201 1 5 3,22 1,334 
2 1201 1 5 4,19 1,014 
3 1201 1 5 4,08 1,081 








Tabela n.º 36 – Estatísticas dos itens que compõe os dados relativos às vantagens da utilização de TMD no 
preenchimento digital da GP e do BSV (PQ 23) 
 N válido Mínimo Máximo Média Desvio Padrão 
1 1201 1 5 4,27 0,858 
2 1201 1 5 4,18 0,887 
3 1201 1 5 4,09 0,910 
4 1201 1 5 4,10 0,943 
5 1201 1 5 4,07 0,987 
6 1201 1 5 4,08 0,960 
7 1201 1 5 4,03 0,940 
8 1201 1 5 4,02 1,028 
9 1201 1 5 3,66 1,118 






Figura n.º 29 – Gráfico das estatísticas totais sobre o TMD que deveria ser utilizado no preenchimento digital da 
GP e do BSV (PQ 22) 



















1. Informação atualizada e acessível 
2. Melhor comunicação institucional 
3. Maior facilidade na gestão de recursos 
4. Maior fiabilidade da informação 
5. Maior rapidez do despacho 
6. Maior profissionalismo 
7. Maior supervisão 
8. Diminuição do tempo despendido no 
preenchimento de documentação 
9. Redução do tráfego dos rádios 
Figura n.º 30 – Gráfico das estatísticas totais das vantagens da utilização de TMD no preenchimento digital da GP e 
do BSV (PQ 23)  




APÊNDICE K – DIVISÃO DOS VEÍCULOS DO PVG QUANTO À SUA 
AFETAÇÃO FUNCIONAL 






Acervo Museológico 16 Controlo Costeiro 204 
Apoio Sanitário 16 Em trânsito p/Unidade 32 
Apoio Logístico 544 Fiscalização Tributária 42 
Estafeta Moto 19 Manutenção Ordem Pública 116 
Inativação de Engenhos Explosivos 18 Operações Especiais 26 
Instrução/Formação 73 Patrulhamento Territorial 1609 
Núcleo de Apoio Operativo 116 Patrulhamento Trânsito 553 
Núcleo de Apoio Técnico 37 Proteção Ambiental 432 
Núcleo de Apoio a Vítimas Específicas 45 Proteção e Socorro 224 
Núcleo de Investigação Criminal 273 Secção de Policiamento Comunitário 204 
Serviço Honorífico 29 Viaturas Radar 24 
Transporte de Canídeos 68 Total 3466 
Transporte de Solípedes 30 
Viatura Individual de Função 90 
Total 1374 





APÊNDICE L – MÉDIA DO NÚMERO DE SERVIÇOS DE 
TRANSPORTE GERAIS/ADMINISTRATIVOS EFETUADOS NOS 
CTER E UNIDADES ESPECIAIS 
CTer/Unidade Especial Média diária 
CTer Açores 0 
CTer Aveiro 5 
CTer Beja 5 
CTer Braga 5 
CTer Bragança 10 
CTer Castelo Branco 10 
CTer Coimbra 5 
CTer Évora 5 
CTer Faro 15 
CTer Guarda 0 
CTer Leiria 3 
CTer Lisboa 10 
CTer Madeira 2 
CTer Portalegre 2 
CTer Porto 20 
CTer Santarém 0 
CTer Setúbal 2 
CTer Viana do Castelo 1 
CTer Vila Real 10 












































Microsoft Windows 10 
Professional 64bit 
         
  
Processador Intel® i5, 6 
MB Cache, 4 Core, ou 
superior 
    
Intel Atom 




Intel Core M3   
  
Placa Gráfica: Intel HD 










 Intel HD 
Graphics 615 




Memória mínima de 8 GB 
RAM 
    4 GB 
2 GB 
RAM 
   4GB 
 
Disco para armazenamento 
SSD com um mínimo de 













 256 GB SSD  
  
Monitor com dimensões 
entre 11” a 12” com brilho 
800 Nits ou superior 
10.1"  12,3" 14" 
8'' e 600 
Nits 
8'' e 350 
Nits 
10,5'' 13.3'' 10.1" 
  
Ecrã Táctil: Touchscreen 
compatível com o uso de 
luvas 
         
  
Caneta incorporada para 
escrita em ecrã 
         
  
Câmara fotográfica traseira 
(no mínimo 8 Mpixel) 
     5 Mpx 5 Mpx 5 Mpx 13 Mpx 
  
Câmara fotográfica frontal 
(no mínimo 5 Mpixel) 










Bluetooth          
  
LTE 4G          
  
Ligação à rede através de 
dados móveis 
     
Com 
dados 3G 
   
  
GPS dedicado: tem de ter 
antena GPS (não necessita 
da rede 4G para obter 
localização) 
         
  
1 porta HDMI out          
  
Certificação MIL-STD-





















     
  
Classificação IP65 
(infiltrações água e 
poeiras) 
    IP67     
  
Garantir alimentação a 
partir de 220V AC 
         
  
Garantir alimentação a 
partir de 12V DC (isqueiro 
da viatura) 
           
Teclado destacável com 
touchpad 
         
  
Pega incorporada para 
transporte 
         
  
Leitor de cartões Smart 
Card encastrado 
           
Bateria: com um mínimo 
de 8 horas de autonomia 
 Slot para 2 
baterias 










Cumpre a especificação 
  
Especificação melhor do que a necessária 
  
Não cumpre a especificação 
  
É necessária a aquisição de acessório extra (não incluído no preço do tablet) 
  






APÊNDICE N – HIPÓTESES PARA AQUISIÇÃO DOS TABLETS 
Hipótese 1: “tablet operacional” – Surface pro 7+; “tablet administrativo” – Surface Go 2 
LTE 
Tabela n.º 37 – Investimento inicial em hardware 
 
MODELO 1 
“Agregação do tablet ao veículo” 
MODELO 2 














4159 1.445,79 € 
7.432.188,12 € 




1649 860,54 € 214 860,54 € 
Fonte: Elaboração Própria 
Hipótese 2: “tablet operacional” – Getac F110; “tablet administrativo” – Surface Go 2 
LTE 
Tabela n.º 38 – Investimento inicial em hardware 
 
MODELO 1 
“Agregação do tablet ao veículo” 
MODELO 2 














4159 1.783,76 € 
8.837.872,94 € 




1649 860,54 € 214 860,54 € 






















ANEXO A – CUSTOS ADJACENTES A UMA TRANSFORMAÇÃO 
DIGITAL 
Fonte: Adaptado de DOJ (2020) 
  
 
58 Termo que significa nuvem e consiste num conjunto de recursos como capacidade de armazenamento, 
processamento, conetividade, plataformas, aplicações e serviços disponibilizados na internet (Taurion, 2009). 
Custos 
Iniciais 
• Mão de obra para selecionar a tecnologia (e. g., pesquisa, desenvolver solicitações de 
propostas, testar equipamentos, validar informações de fornecedores);  
• Hardware: equipamentos (aluguer/ subscrição), peças sobressalentes, equipamento de suporte (e. 
g., montagem, monitores, proteções, servidores, instalações); 
•  Garantias; 
•  Software e licenças. 
•  Taxas de instalação/configuração; 
•  Integração com outros sistemas (e. g., adaptadores); 
•  Formação no âmbito de dar a conhecer os procedimentos de utilização da nova tecnologia; 
•  Melhoria de infraestruturas para apoio da nova tecnologia. 
Custos 
Operacionais 
• Custos de instalação (e. g., espaço de escritório, móveis, rendas); 
•  Custos de energia (e. g., petróleo, gás, eletricidade); 
•  Telecomunicações ( e. g., custos de internet); 
•  Mão de obra para suporte administrativo (e. g., recursos financeiros e humanos, gestores de 
programas, gestores de contrato), formação contínua e para novos utilizadores; 
•  Seguros; 
•  Locações e taxas de serviço (e. g., custos de armazenamento de dados na cloud58); 
•  Avaliação do sistema e auditorias. 
Custos de 
Manutenção 
• Mão de obra para manutenção do sistema (e. g., gestão de contas de usuário, suporte ao 
utilizador/help desks, atualizações, identificação de problemas no sistema e reparações); 
• Mão de obra para manutenção de dados (e. g. backups de dados, medidas de segurança de 
dados, controlo de qualidade de dados, arquivo digital, eliminação de dados); 
• Software de monotorização do sistema e de segurança (e. g., software antivírus); 
• Reparações no sistema. 
Custos de 
Eliminação 
• Custos para remover/desinstalar o sistema; 


















Fonte: Adaptado de GNR (2019a) 
  
LOE 3. MODERNIZAR E 
DESMATERIALIZAR
SUSTENTAÇÃO
OE 1. Maximizar o 
acesso a financiamento 
e resursos externos
OE 3. Ampliar a 
capacidade de atuação 
no ciberespaço
OE 4. Consolidar a 
utilização da terceira 
dimensão com recurso a 
meios aéreos não 
tripulados (RPAS)
CAPITAL HUMANO E 
ORGANIZATIVO
OE 7. Integração de 
práticas de gestão 
modernas
OE 8. Implementar a 
Gestão Estratégica de 
pessoas (RH)
OE 9. Impulsionar a 
comunicação e imagem 
institucional
OE 10. Previlegiar o 
recurso a novas 
tecnologias de 










OE 16. Garantir a 
vigilância da costa e 
mar territorial e 
potenciar as áreas da 
investigação e 
fiscalização de natureza 




OE 19. Reforçar o 
empenhamento da 
Guarda na execução da 
política externa
ANEXO B – ESTRATÉGIA DA GUARDA 2025: OBJETIVOS 




ANEXO C – NÚMERO DE PATRULHAS REALIZADAS EM 2019 
 



























ANEXO D – EXEMPLO DO MODELO CEGRAF/GNR N.º 56 DA 
















ANEXO E – EXEMPLO DO MODELO CEGRAF/GNR N.º 66 DO 



































ANEXO F – PROCESSO DE PREENCHIMENTO DA GUIA DE 
PATRULHA  
 
Fonte: CO/DCSI 
