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ABSTRAK 
Dalam menyediakan sebuah layanan, tentulah dibutuhkan 
sebuah peraturan terikat dan prosedur yang mengatur dari 
layanan tersebut. Hal ini dilakukan agar layanan tersebut 
dapat berjalan dengan seharusnya dan apabila timbul 
permasalahan dapat ditangani dengan cepat dan tepat. Begitu 
pula dengan layanan yang web hosting, domain, dan colocation 
server yang disediakan oleh Lembaga Pengembangan 
Teknologi Sistem Informasi (DPTSI) ITS. Saat ini telah banyak 
domain yang terdaftar menggunakan domain ITS. Meskipun 
sudah ada hal tersebut, namun belum menyurutkan permintaan 
yang datang silih berganti ke DPTSI untuk pengajuan layanan 
ini. Selain itu, tidak terdapat kontrol di dalamnya sehingga 
pengguna tidak dapat mengetahui apakah pengajuan layanan 
tersebut telah sesuai atau belum. DPTSI membutuhkan sebuah 
peraturan dan prosedur yang mengikat dan sistematis yang 
berkaitan dengan web hosting, domain, dan colocation server 
untuk mengatur dan mengelola layanan yang diberikan. 
 
Penyusunan Standard Operating Procedures (SOP) mengenai 
pengelolaan domain, hosting, dan colocation server dilakukan 
vi 
 
dengan menggunakan metode analisis kesenjangan antara 
kondisi eksisting layanan tersebut di DPTSI dengan kondisi 
ideal layanan berdasarkan Pengelola Nama Domain Internet 
Indonesia (PANDI) dan framework ISO 27001:2013.Dari 
dokumen SOP yang telah dihasilkan dilakukan verifikasi dan 
validasi untuk memastikan dokumen SOP tersebut telah tepat 
dan sesuai dengan kebutuhan dari DPTSI. 
 
Tugas akhir ini menghasilkan dokumen Standard Operating 
Procedures (SOP) mengenai pengelolaan layanan web hosting, 
domain, dan colocation server sesuai dengan standar PANDI 
dan ISO 27002:2013 yang terverifikasi dan valid sehingga 
dapat membantu DPTSI dalam mengelola layanan tersebut. 
 
Kata Kunci : web hosting, domain, colocation server, Standard 
Operating Procedures (SOP), analisis kesenjangan, Lembaga 
Pengembangan Teknologi Sistem Informasi (DPTSI) Institut 
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To provide a service, provider needs a binding regulation and 
procedure that set the service. So, the service can run and the 
problem can be handled quickly and appropriately. Direktorat 
Pengembangan Teknologi Sistem Informasi provides web 
hosting, domain, and colocation server services. They also need 
it. Nowadays, there are many domain that use domain ITS. It 
will increase over time. Moreover, there is no control the 
services so the users can’t know the groove to apply for the 
services. DPTSI need some binding and systematic regulations 
and procedures about web hosting, domain, and colocation 
server services that can help to organize, manage, and evaluate 
the services. 
 
Developing the Standard Operating Procedures (SOP) 
concerning web hosting, domain, and colocation server 
management can be done by using a gap analysis between 
services existing condition in DPTSI with services ideal 
conditions based on Pengelola Nama Domain Internet 
Indonesia (PANDI) and framework ISO 27001:2013. Then, the 
viii 
 
SOP document are verified and validated to ensure it was 
appropriate and in accordance with DPTSI needs. 
 
The final project is to produce a Standard Operating Procedure 
(SOP) document regarding the management of web hosting, 
domain, and colocation server in accordance with PANDI and 
ISO 27002:2013 that verified and valid so it can help DPTSI in 
managing it. 
 
Keywords : web hosting, domain, colocation server, Standard 
Operating Procedures (SOP), gap analysis, Direktorat 
Pengembangan Teknologi Sistem Informasi (DPTSI) Institut 
Teknologi Sepuluh Nopember Surabaya. 
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Bab ini membahas mengenai hal-hal yang mendasar dari 
penulisan tugas akhir ini. Hal-hal mendasar tersebut, antara lain 
latar belakang, rumusan permasalahan, batasan masalah, tujuan, 
manfaat, dan relevansi dari penulisan tugas akhir ini. Uraian di 
bawah ini diharapkan memberikan pemahaman terhadap 
gambaran secara umum dari tugas akhir ini. 
1.1. Latar Belakang 
Lembaga Pengembangan Teknologi Sistem Informasi yang 
selanjutnya disebut dengan DPTSI, adalah sebuah lembaga 
yang berhubungan dengan kegiatan penelitian dan 
pengembangan teknologi dan sistem informasi di ITS. Dalam 
menjalankan tugas pokok, DPTSI memiliki 3 pusat yang 
mendukung kegiatan DPTSI, antara lain Pusat Pengelolaan dan 
Layanan TIK, Pusat Pengembangan Sistem Informasi, dan 
Pusat Infrastruktur dan Keamanan Informasi [1]. Salah satu 
pusatnya, yaitu Pusat Pengelolaan dan Layanan TIK memiliki 
tugas pokok fungsi untuk menyediakan jasa di bidang teknologi 
dengan berbagai pihak. Jasa yang disediakan ini cukup banyak, 
di antaranya terdapat jasa untuk web hosting, domain, dan 
colocation server [2]. 
 
Ketiga layanan tersebut dapat digunakan oleh civitas 
akademika ITS, mulai dari dosen, karyawan, hingga 
mahasiswa. Jumlah domain yang terdaftar hingga September 
2016 adalah sebesar 463 buah [3]. Namun untuk jelasnya 
jumlah yang aktif dan tidak belum dapat diketahui. Data 
terakhir yang didapatkan jumlah domain yang terdaftar per 
Agustus 2015 adalah sebesar adalah sebesar 408 buah, dengan 
rincian jumlah domain aktif sebesar 278 buah, jumlah domain 
yang tidak aktif sebesar 120 buah, dan jumlah domain yang 
telah dinonaktifkan sebesar 10 buah [2]. Kemudian, belum 
diketahui dengan pasti jumlah yang menggunakan layanan 




pengguna layanan colocation server juga belum diketahui 
dengan secara tepat [4].  
 
Permasalahan yang muncul yang berkaitan dengan web hosting, 
domain, dan colocation server tidak hanya yang dipaparkan di 
atas. Terdapat beberapa permasalahan-permasalahan yang 
muncul lainnya, antara lain 1) ketidakjelasan peraturan yang 
digunakan, seperti harus mengajukan ke siapa kemudian yang 
didapatkan paket yang mana [5], hal ini mengakibatkan 
kebingungan untuk pengguna; 2) tidak terdapat kejelasan waktu 
kontrak penggunakan layanan tersebut, hal ini dapat 
menimbulkan ketidakjelasan waktu penggunaan layanan 
tersebut; 3) ketidakjelasan tindakan yang harus diambil untuk 
menangani domain dan hosting yang tidak digunakan kembali, 
karena inilah maka muncul penumpukan di web hosting service 
yang dimiliki oleh ITS sehingga membuang ruang dengan sia-
sia; dan 4) tidak adanya peraturan untuk konten dan persyaratan 
minimal untuk web hosting, domain, dan colocation server, hal 
ini menyebabkan kerugian di kemudian hari, seperti terkena 
serangan hacking yang dialami oleh Jurusan Teknik 
Lingkungan pada awal tahun 2016 karena menggunakan free 
template yang disediakan oleh CMS. Selain itu, apabila terdapat 
domain yang down, maka domain yang lain yang terletak pada 
rak server WHS yang sama akan ikut down pula [4].  
 
Kenyataannya, apabila terdapat tata kelola yang jelas akan 
mempermudah kinerja. Salah satu bentuk dari tata kelola ini 
adalah prosedur. Banyak manfaat yang ditimbulkan dengan 
adanya prosedur, antara lain mempermudah proses tugas dan 
tanggung jawab; mempermudah proses pemahaman dan 
transfer knowledge antar staf secara sistematis dan keseluruhan; 
menghindari miss komunikasi; mempermudah pemantauan dan 
kontrol dalam setiap proses kerja; dapat diketahuinya kegagalan 
proses dalam prosedur kerja; dan menghemat waktu untuk 
transfer knowledge [6]. Dalam masterplan Teknologi Sistem 
Informasi (TSI) tahun 2013-2017 terdapat salah satu fokus 





disebutkan bahwa tahun 2016 adalah persiapan ISO 27000 dan 
tahun 2017 adalah sertifikasi ISO 27000. 
 
Dari pemaparan di atas, terdapat kesenjangan antara kebutuhan 
dan ekpektasi dengan kondisi eksisting di DPTSI terutama yang 
berkaitan dengan web hosting, domain, dan colocation server. 
Oleh karena itu, tujuan penelitian tugas akhir ini adalah 
pembuatan dokumen Standard Operating Procedures (SOP) 
untuk mengelola ketiga layanan tersebut. Harapannya dengan 
adanya SOP ini akan mempermudah kinerja, mengurangi 
kesalahan komunikasi, mengurangi timbulnya kejadian yang 
merugikan, dan mempercepat transfer knowledge.  Dalam 
pengimplementasiannya, SOP yang akan dihasilkan 
berdasarkan kondisi proses bisnis saat ini dan kebutuhan dari 
DPTSI. Kemudian, standar yang digunakan adalah untuk 
hosting dan domain mengikuti peraturan Pengelola Nama 
Domain Internet Indonesia (PANDI) sedangkan untuk 
colocation server menggunakan standar ISO/IEC 27002:2013. 
1.2. Perumusan Masalah 
Berdasarkan latar belakang di atas, maka rumusan masalah 
yang akan diteliti pada Tugas Akhir ini, antara lain: 
1. Bagaimana kesenjangan yang timbul di kondisi proses 
bisnis saat ini tentang pengelolaan web hosting, domain, 
dan colocation server di DPTSI dibandingkan dengan 
kondisi ideal berdasarkan PANDI dan ISO/IEC 
27002:2013? 
2. Bagaimana  Standard Operating Procedure (SOP) untuk 
web hosting di DPTSI ITS? 
3. Bagaimana Standard Operating Procedure (SOP) untuk 
domain ITS berdasarkan Pengelola Nama Domain Internet 
Indonesia (PANDI)? 
4. Bagaimana Standard Operating Procedure (SOP) untuk 
colocation server berdasarkan framework ISO/IEC 
27002:2013? 
5. Apakah Standard Operating Procedure (SOP) yang dibuat 




1.3. Batasan Masalah 
Berdasarkan permasalahan di atas, maka batasan masalah dari 
Tugas Akhir ini, antara lain: 
1. Fokus utama dari penelitian Tugas Akhir ini adalah 
pembuatan dokumen Standard Operating Procedure (SOP) 
tentang pengelolaan web hosting, domain, dan colocation 
server oleh DPTSI dan pengelolaan website berdasarkan 
PANDI dan framework ISO:IEC 27002:2013. 
2. Metode yang digunakan dalam penelitian Tugas Akhir ini 
adalah analisis kesenjangan antara kondisi proses bisnis 
saat ini dengan kondisi ideal berdasarkan PANDI dan 
ISO/IEC 27002:2013. 
3. Penelitian tugas akhir ini hanya mencakup pengujian 
dokumen SOP dan tidak sampai pada tahapan 
pengimplementasian SOP. 
4. Obyek penelitian dari Tugas Akhir ini, antara lain layanan 
web hosting, domain, dan colocation server di DPTSI ITS. 
1.4. Tujuan Tugas Akhir 
Tujuan yang diharapkan dari penelitian Tugas Akhir ini, antara 
lain: 
1. Mengetahui kesenjangan yang terjadi antara kondisi proses 
bisnis saat ini  mengenai pengelolaan layanan web hosting, 
domain, dan colocation server di DPTSI dengan kondisi 
ideal berdasarkan PANDI dan framework ISO/IEC 
27002:2013. 
2. Menghasilkan dokumen Standard Operating Procedures 
(SOP) web hosting di DPTSI ITS. 
3. Menghasilkan dokumen Standard Operating Procedures 
(SOP) untuk domain ITS berdasarkan standar yang telah 
diatur oleh Pengelola Nama Domain Internet Indonesia 
(PANDI). 
4. Menghasilkan dokumen Standard Operating Procedures 
(SOP) untuk colocation server berdasarkan kerangka kerja 
ISO/IEC 27002:2013. 
5. Mengetahui hasil validasi dari dokumen SOP yang dibuat 





terkait web hosting, domain, dan colocation server di 
DPTSI ITS. 
1.5. Manfaat Tugas Akhir 
Manfaat yang dapat diperoleh dari pengerjaan tugas akhir ini 
adalah : 
 Bagi dunia akademis, tugas akhir ini diharapkan dapat 
menambah referensi dalam mata kuliah Tata Kelola TI 
dalam membuat Standard Operating Procedures (SOP), 
mata kuliah Manajemen Risiko TI dalam memperkirakan 
risiko-risiko yang mungkin timbul dari keadaan saat ini, 
mata kuliah Keamanan Aset Informasi dalam 
mengimplementasikan dalam pengamanan aset informasi 
yang ada di dalamnya, dan mata kuliah Manajamen 
Layanan TI dalam mengimplementasi ilmu manajemen 
layanan agar layanan yang diberikan sesuai dan menjawab 
kebutuhan. 
 Bagi DPTSI, dokumen SOP yang dihasilkan diharapkan 
dapat membantu organisasi dalam mengelola dan 
memantau layanan yang berkaitan dengan web hosting, 
domain, dan colocation server. 
1.6. Relevansi 
Relevansi tugas akhir ini terhadap Laboratorium Manajemen 
Sistem Informasi (MSI) Jurusan Sistem Informasi Fakultas 
Teknologi Informasi ITS Surabaya adalah adanya keterkaitan 
tugas akhir dengan mata kuliah dari laboratorium MSI yaitu 
Manajemen Layanan TI dalam kaitannya dengan bagaimana 
suatu organisasi melakukan manajemen terhadap layanan TI 
dan Tata Kelola TI dalam kaitannya dengan penataan dan  
pengelolaan proses bisnis TI yang baik. 
1.7. Sistematika Penulisan  







BAB I PENDAHULUAN  
Bab ini berisi pendahuluan yang menjelaskan latar belakang, 
rumusan masalah, batasan masalah, tujuan tugas akhir, manfaat, 
relevansi dan sistematika penulisan. 
 
BAB II TINJAUAN PUSTAKA  
Definisi dan penjelasan pustaka yang dijadikan referensi dalam 
pembuatan tugas akhir ini akan dijelaskan pada bab dua. Teori 
yang dipaparkan di antaranya mengenai web hosting, domain, 
colocation server, Tata Kelola TI, SOP, serta konsep-konsep 
lain yang berkaitan dengan pembuatan tugas akhir. 
 
BAB III METODOLOGI  
Bab ini menggambarkan uraian dan urutan pekerjaan yang akan 
dilakukan dalam penyusunan tugas akhir ini. 
 
BAB IV PERANCANGAN  
Bab ini menjelaskan perancangan perangkat yang dilakukan 
oleh penulis untuk mengumpulkan data kondisi proses bisnis 
saat ini.  
 
BAB V IMPLEMENTASI  
Bab ini menjelaskan hasil yang didapatkan dari proses 
pengumpulan data, yakni meliputi kondisi proses bisnis saat ini, 
kondisi yang diharapkan dari pihak organisasi, dan apa saja 
hambatan yang dihadapi ketika mengumpulkan data. 
 
BAB VI HASIL DAN PEMBAHASAN  
Bab ini berisi tentang bagaimana kesenjangan yang terjadi 
antara kondisi proses bisnis saat ini dan kondisi ideal, kemudian 
menjelaskan bagaimana proses pembuatan dokumen SOP,  
serta proses verifikasi dan validasi SOP dilakukan untuk dapat 









BAB VII PENUTUP  
Bab ini berisi tentang simpulan dari keseluruhan tugas akhir dan 
saran maupun rekomendasi terhadap penelitian tugas akhir ini 
untuk perbaikan ataupun penelitian lanjutan yang memiliki 











Bab ini menjelaskan tentang penelitian sebelumnya dan dasar 
teori yang dijadikan acuan atau pedoman dalam pengerjaan 
tugas akhir ini. Landasan teori akan memberikan gambaran 
umum dari acuan penjabaran tugas akhir ini. 
2.1. Penelitian Sebelumnya 
Tugas akhir ini mempunyai dasar implementasi best practices 
mengelola mengenai web hosting, domain, dan colocation 
server. Hal ini dilakukan untuk membantu penyedia layanan 
dan pengguna untuk memantau dan mengelola ketiga layanan 
tersebut. Penjelasan singkat mengenai penelitian terdahulu 
dapat dilihat pada Tabel 2.1 sedangkan kebijakan yang telah ada 
di perguruan tinggi lainnya dapat dilihat di Tabel 2.2. 
  
Tabel 2. 1 Penelitian sebelumnya 










































akses SIM  
Dokumen yang 
dihasilkan adalah 



















































COBIT 5 Dan 



























































on A Wide Area 
Network [9] 
Untuk lebih jelasnya, maka akan digambarkan seperti pada 
Gambar 2.1 untuk menunjukkan keterkaitan dengan dan 































Adanya formulir untuk 
pendaftaran web hosting dan 
domain. 
Terdapat alur tertulis, 
pendefinisian kategori 
Kesamaan obyek 






















pemohon, requirement yang 
dibutuhkan untuk 
mengajukan permohonan 
layanan, hak dan tanggung 





































Terdapat alur proses, aturan 
yang mengikat, hak dan 
tanggung jawab, batasan, 
larangan, sanksi, dan jenis 
















2.2. Dasar Teori 
Sebelum melakukan penelitian, peneliti melakukan studi 
literatur terlebih dahulu. Hal ini dilakukan untuk memberikan 
gambaran kepada peneliti mengenai obyek yang diteliti. 
2.2.1 Web Hosting, Domain, dan Colocation Server 
Bagian ini menjelaskan mengenai mengenai web hosting, 




2.2.1.1 Web Hosting 
Menurut Peter Pollock, hosting adalah sebuah tempat yang 
disediakan untuk website. Hal ini digambarkan seperti 
bangunan dari website. Bangunan tersebut dapat menjadi 
bangunan bagi bisnis apabila menyewanya. Pengguna dapat 
berpindah ke bangunan lainnya dengan membawa nama dari 
website pengguna kapanpun dan tidak ada yang mengikat 
pengguna harus bertahan di satu bangunan tersebut seperti awal 
pengguna baru memulainya [10]. Komputer apapun dapat 
menjadi host, bahkan komputer yang dimiliki di rumah pun 
dapat menjadi host dari website yang dimiliki. Perangkat yang 
dibutuhkan untuk host, antara lain power, koneksi internet, dan 
dedicated alamat IP. Pengguna dapat menyewa layanan ini 
kepada Web Hosting Services (WHS). 
 
Terdapat 6 jenis hosting yang tersedia, antara lain 1) Free 
Hosting Service (layanan yang dapat dimiliki secara gratis atau 
tanpa mengeluarkan biaya apapun [11]), 2) Shared Hosting 
Service (layanan web hosting yang di mana layanan tersebut 
digunakan bersama-sama), 3) VPS Hosting Service (VPS 
hosting atau Virtual Private Server hosting adalah sebuah 
layanan yang di mana pengguna dapat menggunakan 1 server 
bersama namun dibagi dengan menggunakan sistem virtualisasi 
sehingga pengguna yang menggunakan server tersebut lebih 
sedikit), 4) Reseller Hosting Service (layanan yang mirip 
dengan shared hosting, namun yang membedakannya adalah 
terdapat sebuah fitur yang di mana dapat menjual kembali web 
hosting yang telah dikustomisasi), 5) Dedicated Hosting 
Service (layanan di mana pengguna dapat menggunakan 1 
server secara penuh), dan 6) Cloud Hosting Service (layanan 
hosting di mana pengguna dapat memindahkan website atau 
blog yang dimiliki ke server yang online) [12]. Dari keenam 
jenis hosting tersebut, khusus untuk layanan VPS ini terdapat 
pengelompokkan kembali, yaitu managed VPS dan unmanaged 
VPS. Berikut ini adalah penjelasan singkat mengenai 
pengelompokkan layanan VPS tersebut. 





Managed VPS adalah sebuah layanan yang di mana 
tim support secara langsung akan mengelola VPS yang 
disewa. Dengan adanya layanan ini pengguna dapat fokus 
secara penuh terhadap website atau blog yang 
dikembangkan tanpa pengguna bingung terhadap instalasi, 
pembaruan, dan patch pada sistem operasi, control panel, 
dan web server yang dimiliki [12]. 
b. Unmanaged VPS 
Unmanaged VPS adalah sebuah layanan di mana 
penyedia layanan hosting hanya berfokus memastikan 
online server yang disewa atau dapat dikatakan hanya 
berfokus di perangkat keras saja dan sisanya adalah 
tanggung jawab dari penyewa server tersebut. Namun yang 
menjadi kelebihan dari layanan ini adalah harganya yang 
lebih murah dibandingkan dengan managed VPS, 
perbedaan keduanya bisa sampai 40%. Itu dengan 
spesifikasi yang sama. Terdapat beberapa pihak yang 
menyebutkan layanan ini dengan semi-managed dan self-
managed [13]. 
2.2.1.2 Domain 
Menurut Peter Pollock, domain adalah sebuah nama yang 
dipilih untuk menjadi alamat dari website yang diinginkan dan 
biasanya nama itu yang akan diketikan di mesin pencari untuk 
mencari website yang dimiliki secara keseluruhan. Contohnya, 
dummies.com adalah domain untuk website buku For 
Dummies. Domain juga dapat disebut sebagai alamat website. 
Domain ini sangatlah penting untuk website yang dimiliki. 
Karena dengan adanya domain ini akan membuat orang lain 
untuk mengingat dari alamat yang dimiliki dan dapat 
mengetikkannya secara tepat untuk menuju website yang 
dimiliki berada [10]. 
 
Menurut Nadiar AS, domain digolongkan menjadi 2 jenis, yaitu 
Top Level Domain (TLD) dan Free Domain. Top Level Domain 
adalah domain yang didapatkan dengan membayar sedangkan 




atau gratis [11]. Terdapat organisasi nonprofit yang mengelola 
tentang domain internasional, yaitu The Internet Corporation 
for Assigned Names and Numbers (ICANN). Organisasi inilah 
yang mengelola mengenai hal-hal yang berkaitan dengan 
alokasi IP di internet, protokol-protokol yang digunakan, dan 
manajemen sistem penamaan berbasis domain. Namun, untuk 
pengelolaan TLD secara administratif dikelola oleh Internet 
Assigned Numbers Authority (IANA). Terdapat 3 jenis 
klasifikasi TLD menurut IANA, antara lain: 
1. Infrastructure Top Level Domains 
TLD ini terdiri dari 2, yaitu .arpa (Address and Routing 
Parameter Area) dan .root. Namun, saat ini yang diterima 
adalah .arpa walaupun .root tetap ada tetapi tidak jelas 
keberadaannya digunakan. 
2. Generic Top Level Domains (gTLD) 
TLD ini digunakan untuk berbagai macam perusahaan dan 
organisasi. Domain ini terdiri atas 3 huruf atau lebih. 
3. Country Code Generic Top Level Domains (ccTLD) 
TLD ini digunakan untuk kode negara dan wilayah 
kekuasaan [14]. 
 
Cara kinerja dari domain menuju web hosting adalah sebagai 
berikut, pertama, pengguna memasukkan domain yang akan 
dituju terlebih dahulu. Domain akan menuju ke web hosting 
dengan melewati DNS server. DNS inilah yang mengarahkan 
domain menuju web hosting yang sesuai. Setiap web hosting 
mempunyai IP Address masing-masing yang unik dan hal ini 
merupakan alamat web hosting. Untuk mempermudah 
mengingat dari alamat IP ini maka ada domain ini [11]. 
2.2.1.3 Kebijakan Nama Domain 
Jika di internasional mempunyai ICANN dan IANA yang 
mengatur domain di internasional, di Indonesia mempunyai 
Pengelola Nama Domain Internet Indonesia atau yang lebih 
dikenal dengan nama PANDI. PANDI telah memberikan 
kebijakan mengenai nama domain yang berlaku untuk domain 





format nama domain, ketentuan penggunaan sub-domain, dan 
ketentuan penggunaan domain tingkat dua (DTD) dan 
seterusnya. 
2.2.1.3.1 Format Nama Domain 
Format nama domain yang berlaku menurut PANDI, antara 
lain: 
1. Format domain apapun.id adalah [Nama Domain].id. 
2. Domain apapun.id terdiri atas huruf a-z, A-Z, angka 0-9, 
dan karakter “-” (hypen). 
3. Penamaan domain apapun.id adalah kombinasi huruf, 
angka, dan karakter. Nama domain boleh diawali huruf atau 
angka dan boleh terdiri atas huruf semua atau angka semua. 
4. Panjang domain apapun.id adalah 5 – 63 karakter. 
5. Penggunaan nama domain kementerian dan lembaga 
mengacu kepada peraturan yang ditetapkan oleh 
Kementerian Komunikasi dan Informatika Republik 
Indonesia. 
6. Pendaftaran domain apapun.id kurang dari batas minimum 
jumlah karakter yang diperbolehkan dengan ketentuan 
sebagai berikut: 
a. Mengajukan izin tertulis kepada PANDI. 
b. Mekanisme dan ketentuan akan ditentukan oleh PANDI 
[15]. 
2.2.1.3.2 Ketentuan Penggunaan Sub-domain 
Selain ada domain, pengguna dapat menggunakan sub-domain. 
Adapun ketentuan penggunaan sub-domain yang telah 
ditentukan oleh PANDI, antara lain: 
1. Aplikan harus mengikuti ketentuan pendaftaran dan 
penggunaan nama domain yang ditetapkan oleh PANDI. 
2. Registran dapat menggunakan sub-domain apapun.id hanya 
untuk keperluan di dalam organisasi atau entitasnya sendiri. 




2.2.1.3.3 Ketentuan Penggunaan Domain Tingkat Dua 
(DTD) dan Seterusnya 
Ketentuan dalam penggunaan Domain Tingkat Dua (DTD), 
antara lain sebagai berikut: 
1. DTD dan seterusnya dari domain apapun.id dapat 
digunakan untuk penggunaan komersial. 
2. Untuk menyediakan layanan DTD dan seterusnya seperti 
poin a, registran harus mendapatkan izin tertulis sebagai 
registrar dari PANDI. 
3. Registrar harus mengikuti ketentuan pendaftaran dan 
penggunaan nama domain yang ditetapkan oleh PANDI. 
4. DNS DTD dan seterusnya yang digunakan oleh registrar 
wajib dikelola oleh PANDI. 
5. Registrar mengusulkan biaya maintenance DTD dan 
seterusnya kepada PANDI. 
6. PANDI berhak menentukan biaya kontribusi untuk setiap 
DTD dan seterusnya yang didaftarkan [15].  
2.2.1.4 Siklus Nama Domain  
Domain sebagai alamat website yang pengguna miliki juga 
memiliki siklus hidupnya. Hal ini ditunjukkan dengan adanya 
status yang melekat pada nama domain tersebut. Status domain 







1. Available Domain Names 
Status ini menunjukkan bahwa nama domain tersebut 
























mendaftarkan atau memilikinya, baik itu oleh perorangan, 
badan usaha, atau organisasi apapun [16]. 
2. Registered Period 
Status ini menunjukkan bahwa nama domain tersebut akan 
terdaftar dan berubah menjadi aktif untuk jangka waktu 
tertentu sesuai dengan jangka waktu penyewaan yang telah 
ditentukan [16]. Sebuah nama domain tersebut dapat 
diregistrasi untuk jangka waktu 1-10 tahun. Namun, untuk 
nama domain TLD Indonesia, seperti .co.id, .go.id, sch.id, 
web.id, dan .or.id, registrasi dapat dilakukan maksimal 
hanya 1 tahun [17].  
 
Pada status ini, pemindahan registrar juga dapat terjadi atau 
yang lebih dikenal dengan istilah “transfer domain”. Hal ini 
dapat dilakukan setelah minimal 60 hari masa aktif nama 
domain tersebut. Lalu baru dapat dipindahkan atau transfer 
ke registrar lain yang diinginkan [16]. 
 
Ketika mendekati masa kadaluarsa, pemberitahuan untuk 
melakukan pembaruan biasanya akan sering diberitakan. 
Biasanya melalui email yang telah terdaftar saat registrasi 
domain. Pembaruan ini dapat dilakukan secara manual 
dengan cara menghubungi pihak billing tempat pendaftaran 
nama domain atau secara otomatis dengan cara mengatur 
opsi auto renew. Opsi ini akan mengambil deposit yang 
dimiliki pengguna secara otomatis [17]. 
3. Expired Period 
Setiap nama domain yang terdaftar, tentulah mempunyai 
batas waktu penggunaannya. Hal ini dapat terjadi sesuai 
dengan kesepakatan yang di awal yang telah dilakukan 
dengan penyedia layanan domain tersebut (registrar). 
Umumnya, penggunaan nama domain tersebut adalah 
minimal 1 tahun. Perpanjangan penggunaan nama domain 
dapat dilakukan. Namun, apabila tidak dilakukan, maka 
nama domain tersebut akan dihapus. Nama domain tersebut 
akan memasuki masa tenggang selama 30 – 45 hari setelah 




tersebut. Lama masa tenggang ini berdasarkan ekstensi 
nama domain dan registrarnya. 
 
Pada masa tenggang ini, perpanjangan nama domain juga 
dapat dilakukan. Namun, karena telah memasuki masa 
tenggang ini, pengguna akan dikenakan denda. Hal ini 
dapat terjadi apabila nama domain tersebut tidak dalam 
keadaan dilelang atau dijual dengan biaya tertentu. Apabila 
pada masa tenggang ini tidak dilakukan perpanjangan, 
maka nama domain tersebut akan memasuki status 
redemption [16].  
4. Redemption Grace Period 
Selanjutnya status yang dialami oleh nama domain tersebut 
adalah redemption grace period. Hal ini terjadi di akhir 
periode kadaluarsa. Pada status ini, nama domain akan 
memasuki sebuah periode penembusan selama 30 hari ini. 
Sebagian besar pendaftar akan menghapus semua informasi 
mengenai nama domain yang digunakan. Lalu, nama 
domain tersebut dihapus [16]. Selama status ini, pihak 
registrar berhak untuk melelang nama domain tersebut dan 
dapat menyerahkan ke pihak lainnya apabila tidak adanya 
klaim dari pemilik sebelumnya [17]. Apabila pemilik 
sebelumnya ingin untuk memulihkan kembali nama 
domain tersebut, maka biaya yang akan dikenakan bisa 
mencapai hingga 7 kali lipat dari biaya perpanjangan pada 
status expired period [16]. 
5. Pending Delete Period 
Apabila nama domain masih tidak dilakukan perpanjangan 
pada masa status sebelumnya (redemption), maka nama 
domain tersebut akan memasuki status pending delete. 
Status ini akan berlangsung selama 5 hari [16]. Pada status 
ini, pihak registrar akan mengirimkan pemberitahuan 
kepada pihak registry untuk melakukan penghapusan 
domain [17]. Kemudian, nama domain tersebut akan 
dihapuskan dan tersedia kembali untuk umum [16]. Namun, 
apabila pemilik sebelumnya ingin mendapatkan kembali 





melakukan request order. Request order ini akan 
memberitahu pihak registrar dan pihak tersebut akan 
mencoba kembali untuk mendaftarkan nama domain yang 
diinginkan atas nama pemilik sebelumnya ketika nama 
domain tersebut sudah memasuki status available [17]. 
6. Deleted and Active – Renew ASAP 
Status ini adalah status yang di mana nama domain tersebut 
sudah pernah dihapus dan tersedia kembali untuk umum. 
Siapapun dapat menggunakannya kembali dengan 
melakukan registrasi seperti awalnya [16]. 
2.2.1.5 Siklus Pembuatan Hosting dan Domain 
Pengembangan layanan hosting dan domain juga memiliki 
tahapan-tahapan yang ada di dalamnya. Hal ini dilakukan untuk 
membantu pengguna dalam membuat dan mengembangkan 
hosting dan domain yang dibutuhkan oleh pengguna tersebut. 
Tahapan siklus ini diambil dari beberapa best practices yang 
telah diterapkan, baik di Indonesia sendiri maupun di dunia [14] 
[17] [18] [19]. Tahapan-tahapan siklus pembuatan hosting dan 
domain, antara lain: 
1. Plan (tahap perencanaan) 
Tahapan ini merupakan awal tahapan dan menjadi penting 
bagi pengguna karena di sini pengguna dituntut untuk 
merencanakan sesuatu yang ingin dibangun dari layanan 
hosting dan domain yang akan dipilih. 
2. Create (tahap pembuatan) 
Tahapan ini adalah tahapan memulai untuk memiliki 
layanan hosting dan domain, dimulai dari registrasi hingga 
instalasi. 
3. Manage (tahap pengelolaan) 
Pada tahapan ini, pengguna dapat mengatur web hosting 
dan domain sesuai dengan kebutuhannya. 
4. Monitoring and evaluation (tahap pemantauan dan 
evaluasi) 
Tahapan ini merupakan tahapan pemantauan dan evaluasi 





Di dalam setiap tahapan terdapat beberapa aktivitas-aktivitas di 
dalamnya. Setiap aktivitas di sini akan mengacu standar dan 
best practices yang telah diterapkan, baik di institusi, 
pemerintahan, hingga di internasional. Penjelasan mengenai 
aktivitas yang terdapat pada setiap tahapan siklus ini dapat 
dilihat pada Tabel 2.3. 
  
Tabel 2. 3 Aktivitas tahapan siklus pembuatan web hosting dan domain 
Tahapan Aktivitas Deskripsi Aktivitas Acuan 
Plan Pengajuan 
layanan 
Aktivitas ini dimulai 
dengan pendaftaran 




























hosting dan domain, 
bentuk desain layanan 














kebutuhan dan tingkat 
dari unit yang 
mengajukan 
permohonan layanan. 







Tahapan Aktivitas Deskripsi Aktivitas Acuan 
merepresentatifkan 







Pemilihan paket web 
hosting dan domain  
disesuaikan dengan 











Create Registrasi Penyedia layanan 
memproses 
permohonan yang 
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kontrak tersebut berisi 
tentang waktu 
penggunaan layanan 
hosting dan domain, 


























hosting dan domain. 
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pengguna. Di sini 





Dari pemantauan hal 
tersebut akan menjadi 




















evaluasi, maka akan 
muncul bahwa 
kebutuhan akan 
layanan ini sudah 
dihentikan sesuai 
dengan bahkan 
sebelum waktu yang 














2.2.1.6 Colocation Server 
Colocation server adalah sebuah layanan yang menyediakan 
tempat untuk menyimpan atau menitipkan server yang 
dimilikinya ke sebuah data center. Data center yang 
menyediakan layanan ini memiliki standar keamanan fisik dan 
infrastruktur yang mendukung. Selain itu, penyedia layanan ini 
harus memastikan dalam kestabilitan arus listrik, suhu, UPS, 
akses internet, power generator, flooring, dan CCTV. Selain 
itu, dari segi keamanan juga harus tinggi penjagaannya. Pada 
layanan ini, server akan diletakkan dan disimpan di dalam rak 
atau kabinet khusus server. 
 
Kelebihan dari layanan ini adalah biaya yang dikeluarkan tidak 
bergantung dengan spesifikasi server yang dititipkan karena 
yang dikenakan kepada pengguna adalah biaya sewa tempat 
tersebut di data center. Namun, kekurangannya adalah 
pengguna yang menyewa tempat di data center tersebut harus 
bertanggung jawab penuh terhadap servernya sendiri, termasuk 




2.2.2 Tata Kelola Teknologi Informasi 
Tata Kelola TI adalah sebuah konsep dalam pengendalian 
manajemen organisasi terhadap sumber daya TI dan sistem 
informasi yang telah diinvestasikan sebelumnya. Pentingnya 
adanya tata kelola TI ini adalah agar pemakaian TI dapat 
diarahkan sesuai dengan tujuan organisasi tersebut dan 
diharapkan dapat mendukung strategi organisasi. Manfaat yang 
didapatkan apabila menerapkan tata kelola TI, antara lain 
berapapun jumlah IT Process (IT Activities) yang dijalankan 
oleh suatu organisasi dapat berjalan dengan sistematis, 
terkendali, dan efektif; terciptanya efisiensi; mereduksi biaya 
operasional; meningkatkan daya saing; mengurangi risiko yang 
timbul dari penggunaan TI (IT Risk); dan pengoptimalan 
pengendalian IT Process. Untuk mendapatkan output dan 
outcome yang baik, sebaiknya tata kelola dikembangan 
menggunakan IT Framework, seperti COBIT, IT-IL 
Management, ISO IT Security, COSO, dan lainnya [21]. 
2.2.2.1 Standard Operating Procedure 
Standard Operating Procedure (SOP) adalah sebuah dokumen 
yang mengatur prosedur kerja secara sistematis [22]. SOP ini 
dapat dikatakan pula sebagai panduan kerja atau alur kerja yang 
harus dipatuhi oleh organisasi. Hasil yang didapatkan apabila 
berhasil mengimplementasikan SOP dengan baik akan 
menampilkan hasil kerja, produk, dan proses pelayanan yang 
konsisten yang kemudian akan menghasilkan kemudahan, 
pelayanan, dan pengaturan yang seimbang. Tujuan dan manfaat 
SOP, antara lain proses tugas dan tanggung jawab menjadi lebih 
mudah, proses pemahaman staf menjadi lebih mudah dan 
sistematis, dapat mengetahui terjadinya kegagalan proses dalam 
prosedur kerja dengan lebih mudah, pemantauan dan kontrol 
untuk setiap proses kerja menjadi lebih mudah, penghematan 
waktu dalam segi transfer knowledge, dan dapat menghindari 
atau mereduksi terjadinya kegagalan dalam proses kerja [6]. 
 
Dalam penyusunan SOP, terdapat beberapa kriteria yang harus 





dihasilkan sesuai dengan kebutuhan organisasi, unggul, dapat 
diandalkan, dan bermanfaat bagi organisasi yang 
aplikasikannya. Adapun kriteria-kriteria tersebut, antara lain: 
1. Dalam penyusunan kalimat menggunakan bahasa yang 
sederhana dan mudah dimengerti. 
2. Mudah diaplikasikan. 
3. Mudah dikontrol. 
4. Mudah diaudit. 
5. Mudah diubah apabila terdapat perkembangan dan 
perubahan [22]. 
2.2.2.2 ISO/IEC 27002:2013 
ISO/IEC 27002:2013 adalah sebuah standar dan prosedur yang 
membahas mengenai keamanan dan kontrol terhadap informasi 
sehingga bisnis mampu menerapkan keamanan secara tepat 
[23]. Standar ini dibuat oleh International Organization for 
Standardization (ISO) dan International Electrotechnical 
Commission (IEC) [24]. Standar ini sangat erat kaitannya 
dengan ISO 27001. Apabila ISO 27001 berisi tentang tugas 
manajerial sedangkan ISO 27002 berisi tentang dari segi aspek 
kontrol. 
 
Sebelum munculnya standar ini, standar yang sering dipakai 
ada 2 standar, yaitu BS7799 yang muncul pada tahun 1995 yang 
dipakai di Inggris dan ISO 17799. Kemudian pada tahun 2005, 
setelah terjadi revisi yang lebih lanjut ISO 17799 ini lebih 
dikenal sebagai ISO 27002. Ketiga standar ini semuanya 
berkaitan dengan keamanan informasi. 
 
Isi dari standar ini adalah rincian mengenai pengendalian dan 
prosedur yang dipakai untuk menjaga keamanan informasi, 
mulai dari interaksi pengguna terhadap informasi, cara 
mengontrol akses dan kelangsungan usaha, hingga cara 
pengamanan informasi di atas kertas. Sehingga pada standar ini 
berisi lebih banyak yang berkaitan dengan aspek kontrol namun 
sangat sedikit kaitannya dengan manajemen. Selain itu, banyak 




Informasi (TI). Pada awal mulanya, standar ini bisa digunakan 
oleh semua lembaga yang membutuhkan keamanan informasi, 
mulai dari perusahaan, organisasi non-profit, lembaga 
pemerintah, bahkan entitas bisnis. Namun di versi selanjutnya 
telah dipisahkan ke dalam berbagai sektor agar lebih efisien 
[23]. 
2.2.3 Pemetaan ISO/IEC 27002:2013 dengan Kebutuhan 
Layanan Colocation Server 
Sebuah layanan dibutuhkan sebuah standar agar layanan 
tersebut dapat berjalan secara tepat. Oleh karena itu, layanan 
colocation server ini menggunakan ISO/IEC 27002:2013 
sebagai framework yang mengatur. Pemetaan ISO/IEC 
27002:2013 dengan kebutuhan layanan colocation server dapat 
dilihat di Tabel 2.4. 
  
Tabel 2. 4 Pemetaan ISO/IEC 27002:2013 dengan colocation server 
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Sistem akses ke dalam 
sistem harus memiliki 












Tahapan Domain Aktivitas Alasan 
Password yang 







proteksi dari malware 
untuk menjaga 














Sistem perlu adanya 
pemantauan dari sisi 
keamanan untuk 
menjaga integritas data 
Act Operations 
Security 
Backup Sistem perlu dilakukan 
backup sebagai 
tindakan pencegahan 
terhadap kejadian yang 








yang jelas untuk 
pengembalian aset yang 
dititipkan 
2.2.4 Keterkaitan Antara Web Hosting, Domain, dan 
Colocation Server 
Layanan web hosting, domain, dan colocation server dapat 
digunakan hanya oleh pihak internal ITS. Keterkaitan antara 
ketiga layanan ini adalah dimulai dari domain kemudian bisa 
diturunkan ke layanan hosting dan colocation server. Awalnya, 
pelanggan akan mengajukan nama domain ITS ke pihak DPTSI 
untuk situs web yang dikelolanya. Kemudian, pelanggan 
tersebut dapat memilih untuk mengikuti hosting di ITS atau 
hosting sendiri dengan menitipkan server yang dimilikinya ke 




dapat disebut dengan colocation server. Untuk lebih jelasnya 
alur mengenai hal ini dapat dilihat di Gambar 2.3. 
 
Gambar 2. 3 Alur keterkaitan antara layanan domain, hosting, dan 
colocation server 
 
Terdapat perbedaan antara kedua layanan hosting tersebut. 
Untuk kasus yang menggunakan jasa hosting di ITS, maka 
seluruh keamanan dan berbagai yang berhubungan dengan segi 
fisik dari pengelolaannya merupakan tanggung jawab dari 
DPTSI sedangkan untuk kasus yang menggunakan server 
sendiri atau sering disebut dengan colocation server, perihal 
keamanan dan maintain di dalamnya, baik secara logic dan fisik 
adalah tanggung jawab dari pemilik server itu masing-masing. 
Pihak DPTSI tidak memiliki kewenangan untuk memasuki ke 
dalam server tersebut dan memang seharusnya tidak 
mengetahuinya. 
 
Seluruh ketiga layanan ini ditawarkan secara gratis atau tidak 
berbayar oleh ITS sehingga dibutuhkan klausul yang jelas 
mengenai layanan tersebut, seperti layanan tersebut tidak 
dilakukan untuk aktivitas komersial atau perniagaan. Klausul 
ini sangat dibutuhkan terutama untuk layanan colocation server 
karena pihak penyedia layanan tidak memiliki kewenangan 
untuk mengetahui data yang dimiliki di dalam server yang 
dititipkan. Selain itu, server yang dititipkan juga dapat menjadi 
celah keamanan untuk melakukan serangan ke server-server 
yang lainnya karena terhubung pada satu switch yang sama. Hal 
ini juga berlaku bagi situs-situs web yang memiliki hosting dan 





domain tersebut masih aktif hingga saat ini. Hal ini dapat terjadi 
karena penyedia layanan tidak melakukan pengecekan celah 
keamanan di dalamnya. 
 
Pembuatan layanan hosting dan domain dibutuhkan suatu 
panduan yang mengatur mengenai tahapan-tahapan dalam 
mengelolanya, yaitu dengan siklus pembuatan hosting dan 
domain. Siklus tersebut telah memuat mulai dari cara 
merencanakan hingga mengevaluasinya. Di dalam tahapan 
plan, terdapat aktivitas pemilihan nama domain yang sesuai. Di 
sini menunjukkan bahwa pengguna harus mengecek terlebih 
dahulu ketersediaan nama domain yang diinginkan. Selanjutnya 
setelah tahapan create, maka nama domain yang dipilih akan 
memasukki tahapan registered period pada siklus nama domain 
sehingga nama domain tersebut tidak dapat digunakan oleh 
pengguna yang lain. Status nama domain ini akan selalu 
terdaftar hingga memasuki aktivitas perpanjangan atau 
penghentian kontrak pada siklus pembuatan hosting dan 
domain. Jika terjadi penghentian kontrak, maka nama domain 
akan memasuki status expired period pada siklus nama domain. 
Namun, jika terjadi perpanjangan kontrak, maka status nama 
domain akan tetap menjadi registered period. Hal ini juga akan 
terjadi, apabila pengguna terlambat melakukan perpanjangan 
kontrak hingga status menjadi expired period bahkan 
redemption grace period sesuai dengan waktu yang disepakati 
di awal, kemudian melakukan perpanjangan kontrak pada status 
tersebut, maka nama domain akan kembali ke status registered 
period. Namun apabila di akhir masa redemption grace period 
tidak terjadi perpanjangan kontrak, maka nama domain akan 
memasuki masa pending delete period hingga menjadi tersedia 
kembali [25]. 
2.2.5 Analisis Kesenjangan 
Analisis kesenjangan atau dikenal juga dengan nama analisis 
gap adalah aktivitas membandingkan keadaan kinerja sekarang 
dengan kinerja yang diharapkan. Analisis ini dapat digunakan 




diambil untuk memenuhi target, dan dapat memperkirakan 
waktu, biaya, dan sumber daya yang dibutuhkan untuk 
mencapai keadaan perusahaan yang diinginkan. 
 
Terdapat 3 komponen faktor utama untuk analisa gap ini, yaitu 
1) daftar karakteristik dari keadaan saat ini, 2) daftar yang 
dibutuhkan untuk mencapai tujuan di masa yang akan datang, 
3) daftar kesenjangan yang ada dan yang perlu diisi. Dengan 
adannya analisa gap membantu sebuah organisasi untuk 
mengidentifikasi apakah sistem yang digunakan telah 
memenuhi kebutuhan atau belum. Oleh karena itu, sasaran awal 
analisa gap, yaitu mengumpulkan kebutuhan dari organisasi, 
menentukan penyesuaian yang dibutuhkan, memastikan sistem 
yang baru telah memenuhi kebutuhan proses bisnis organisasi, 
memastikan bahwa proses bisnis akan menjadi best practice, 
dan mengidentifikasi permasalahan yang membutuhkan adanya 
perubahan kebijakan pada organisasi [26]. 
 
Menurut Mineraud, langkah-langkah untuk melakukan analisa 
ini, yaitu 1) current status (aktivitas pada saat ini yang 
dilakukan yang menggambarkan kondisi terkini dari aktivitas 
yang dilakukan), 2) expectation (gambaran yang ingin dicapai 
oleh organisasi di masa yang akan datang), 3) gap, gambaran 
kesenjangan yang terjadi antara kondisi saat ini dengan kondisi 
di masa yang akan datang, 4) problem, gambaran permasalahan 
yang terjadi akibat kesenjangan yang terjadi, 5) 
recommendations/solutions, solusi yang mungkin dapat 
dilakukan sebagai upaya untuk mengurangi atau 
menghilangkan kesenjangan yang telah terjadi [27]. Adapun 
gambaran dari proses analisis kesenjangan secara umum dapat 















2.2.6 Business Process Management (BPM) 
Business Process Management (BPM) adalah cara untuk 
melakukan penyelarasan antara keinginan dan kebutuhan dari 
suatu organisasi terhadap bisnis yang dimiliki. Hal ini 
dilakukan untuk meningkatkan efektivitas dan efisiensi dari 
bisnis yang dimiliki [28]. Cara untuk menentukan proses bisnis 
yang terjadi adalah dengan cara process identification. 
 
Process identification adalah sebuah aktivitas untuk 
menentukan proses bisnis yang dimiliki oleh suatu organisasi 
dengan menentukan kriteria yang jelas dalam prioritasnya. 
Proses ini dilakukan dengan melihat studi kasus dan fungsi 
bisnis yang terjadi di dalam organisasi tersebut. Proses ini 
termasuk dalam proses bottom up. Luaran dari proses ini adalah 
arsitektur proses. 
Terdapat 4 langkah dalam membuat arsitektur proses, antara 
lain: 
 
1. Identifikasi tipe kasus 
Pada langkah ini, dilakukan fiksasi klasifikasi dari tipe kasus 
yang dikembangkan oleh sebuah organisasi. Dalam penentuan 
tipe ini dapat dilihat properti yang dikembangkan. Terdapat 
beberapa tipe kasus dilihat dari properti yang dikembangkan, 
antara lain: 
a. Product type: properti ini mengidentifikasi mengenai tipe-
tipe produk yang dimiliki oleh organisasi. 
b. Service type: properti ini mengidentifikasi mengenai tipe-
tipe layanan yang disediakan oleh organisasi. 
c. Channel: properti ini mengidentifikasi mengenai saluran 
yang dimiliki oleh organisasi untuk berhubungan dengan 
pelanggannya, seperti melalui bertemu dengan langsung, 
telepon, dan email. 
d. Customer type: properti ini mengidentifikasi tipe-tipe 






2. Identifikasi fungsi yang akan berlaku di masing-masing 
kasus 
Pada langkah ini dilakukan identifikasi fungsi-fungsi yang akan 
berlaku di masing-masing tipe kasus. Identifikasi fungsi bisnis 
ini dilakukan dengan cara melakukan wawancara dengan pihak-
pihak yang berkaitan dengan organisasi dan tipe kasus yang 
diangkat. Kemudian, dilakukan observasi lebih lanjut untuk 
menelaah fungsi-fungsi yang ada di dalamnya. Dalam 
melakukan telaah ini, fungsi-fungsi yang identifikasi harus 
hingga detail. 
 
3. Membentuk matriks fungsi 
Pada langkah ini, dilakukan penggabungan antara tipe kasus 
yang diangkat dan fungsi bisnis yang telah berhasil didapatkan. 
Hal ini dilakukan untuk mengetahui relasi yang ada di antara 
keduanya. Apabila terdapat relasi di antara keduanya, akan 
diberi tanda “X”. 
 
4. Identifikasi proses 
Langkah terakhir adalah melakukan identifikasi proses di 
dalamnya. Untuk melakukan identifikasi ini dilakukan 
penentuan trade-off di dalamnya antara 2 ekstrem, yaitu di 
mana seluruh matriks dapat membentuk satu proses yang besar 
dan di mana setiap silang tunggal dalam matriks dapat 
membentuk suatu proses tersendiri. 
 
Dalam penentuan trade-off ini menggunakan 8 guidelines. 
Ketika menggunakan guidelines tersebut, terdapat 2 jenis 
proses pemisahan, yaitu pemisahan secara vertikal (pemisahan 
proses antar baris) dan pemisahan secara horizontal (pemisahan 
proses antar kolom). Adapun guidelines tersebut, antara lain: 
Guideline 1. Jika sebuah proses memiliki alur objek yang 
berbeda, dapat dilakukan pemisahan secara vertikal.  
Guideline 2. Jika 1 proses hanya untuk 1 objek yang berbeda, 






Guideline 3. Jika sebuah proses mengubah status transaksional, 
maka dapat dilakukan pemisahan secara vertikal. 
Guideline 4. Jika sebuah proses terdiri dari sebuah pemisahan 
logika dalam waktu, maka dapat dilakukan pemisahan secara 
vertikal. 
Guideline 5. Jika sebuah proses terdiri dari sebuah pemisahan 
logika dalam ruang, maka dapat dilakukan pemisahan secara 
horizontal. 
Guideline 6. Jika sebuah proses terdiri dari sebuah pemisahan 
logika di dimensi lain yang berhubungan, maka dapat dilakukan 
pemisahan secara horizontal. 
Guideline 7. Jika sebuah proses terpisah di model referensi, 
maka dapat dilakukan pemisahan. 
Guideline 8. Jika sebuah proses melingkupi banyak fungsi di 
dalam 1 tipe kasus daripada di lainnya, maka dapat dilakukan 





























BAB III  
METODOLOGI PENELITIAN 
Bab ini menggambarkan metodologi yang akan digunakan 
selama penelitian berlangsung. 
3.1. Metode Penelitian 
 
Gambar 3. 1 Metode penelitian 
Penjelasan dari Gambar 3.1 mengenai metode yang digunakan 





3.1.1 Tahap Persiapan 
Tahapan ini adalah tahapan awal bagi peneliti untuk melakukan 
penelitian. Di sini peneliti melakukan perancangan perangkat 
penggalian data.  
3.1.1.1 Perancangan Perangkat Penggalian Data 
 
Gambar 3. 2 Perancangan perangkat penggalian data 
Perancangan perangkat penggalian data bersumber dari 
pengetahuan tentang analisis kesenjangan, web hosting, 
domain, colocation server, PANDI, ISO/IEC 27002:2013, dan 
pedoman penyusunan SOP. Luaran dari tahapan ini akan 
digunakan sebagai pengantar untuk menggali data-data yang 
dibutuhkan saat penelitian. Luaran dari tahapan ini adalah 
perangkat penggalian data, salah satunya adalah interview 
protocol. Visualisasi dari tahapan ini dapat dilihat di Gambar 
3.2. 
3.1.2 Tahap Pengumpulan Data 
Selanjutnya, peneliti melakukan pengumpulan data tekait 
penelitian. Pengumpulan data ini digunakan sebagai bahan 










3.1.2.1 Penggalian Data Kondisi Proses Bisnis Saat Ini 
dan Ekspektasi 
 
Gambar 3. 3 Penggalian data terkait kondisi proses bisnis saat ini dan 
ekspektasi 
Pada tahapan ini dilakukan penggalian data terkait kondisi 
proses bisnis saat ini dan ekspektasi dengan cara melakukan 
wawancara dengan Kepala, Pusat Pengelolaan dan Layanan 
TIK, dan Pusat Infrastruktur dan Keamanan Informasi DPTSI 
mengenai ketiga layanan tersebut. Data yang diambil, antara 
lain permasalahan yang telah terjadi, daftar kebutuhan, regulasi, 
dan struktur organisasi terkait layanan. Selain itu, peneliti juga 
melakukan observasi mengenai layanan tersebut untuk 
mengetahui kondisi proses bisnis di lapangan. Visualisasi pada 
tahapan ini dapat dilihat pada Gambar 3.3. 
3.1.3 Tahap Analisis Kesejangan 
Setelah mendapatkan data mengenai kondisi proses bisnis saat 
ini dan ekspektasi, maka selanjutnya menganalisa hasil temuan 
tersebut. Di sini peneliti juga melakukan analisis kesenjangan 
untuk membandingkan keadaan ideal dengan kondisi proses 
bisnis saat ini. 
3.1.3.1 Analisis Kondisi Proses Bisnis Saat Ini dan 
Kondisi Ideal 
 
Gambar 3. 4 Penggalian data terkait kondisi proses bisnis saat ini dan 
ekspektasi 
Pada tahapan ini dilakukan analisis kondisi proses bisnis saat 
ini dan kondisi ideal menurut standar yang diacu, yaitu PANDI 




data berupa kondisi proses bisnis saat ini dan ekspektasi yang 
telah didapatkan sebelumnya. Luaran dari tahapan ini akan 
menghasilkan hasil analisis kondisi proses bisnis saat ini dan 
kondisi ideal menurut standar yang diacu. Visualisasi dari 
tahapan ini dapat dilihat pada Gambar 3.4. 
3.1.3.2 Analisis Kesenjangan 
 
Gambar 3. 5 Analisis kesenjangan 
Hasil analisis kondisi yang telah didapatkan di tahapan 
sebelumnya menjadi masukkan untuk tahapan ini. Pada tahapan 
ini akan dilakukan analisis kesenjangan antara kondisi proses 
bisnis saat ini dan kondisi ideal menurut standar yang diacu, 
yaitu PANDI dan ISO/IEC 27002:2013. Luaran dari tahapan ini 
adalah hasil dari analisis kesenjangan, berupa kesenjangan yang 
terjadi, perubahan, dan dampak yang terjadi. Hasil analisis 
kesenjangan ini digunakan untuk pembuatan dokumen SOP 
hosting, domain, dan colocation server. Kemudian, dokumen 
SOP yang telah dibuat akan dilakukan verifikasi dan validasi 





kebutuhan DPTSI. Selanjutnya, Luaran dari tahapan tersebut 
adalah dokumen SOP yang valid. Visualisasi dari tahapan ini 
dapat dilihat pada Gambar 3.5. 
3.1.4 Tahap Pembuatan SOP 
Kemudian dari hasil analisis kesenjangan, peneliti akan 
mengetahui yang perlu dilakukan pengelolaan sesuai dengan 
instrumen yang berlaku. Penyusunan SOP ini dilakukan 
berdasarkan standar yang telah diatur oleh Pengelola Nama 
Domain Internet Indonesia (PANDI), framework ISO/IEC 
27002:2013 dan best practices. Luaran dari tahapan ini adalah 
dokumen SOP pengelolaan web hosting, domain, dan 
colocation server.  
3.1.4.1 Penyusunan Struktur dan Konten SOP 
 
Gambar 3. 6 Penyusunan struktur dan konten SOP 
Tahapan ini adalah tahapan awal dalam pembuatan dokumen 
SOP. Penyusunan struktur dan konten SOP disesuaikan dengan 
kebutuhan dari DPTSI berdasarkan hasil dari analisis 
kesenjangan yang telah dilakukan sebelumnya. Struktur dan 
konten SOP ini mengacu pada standar PANDI dan ISO/IEC 
27002:2013. Visualisasi dari tahapan ini dapat dilihat pada 
Gambar 3.6. 
3.1.4.2 Pembuatan Dokumen SOP 
 
Gambar 3. 7 Pembuatan dokumen SOP 
Dari struktur dan konten SOP yang telah dibuat sebelumnya, 
maka selanjutnya dapat dilakukan pembuatan SOP terkait 




memasukkan kebutuhan obyek penelitian sesuai dengan 
struktur dan konten SOP yang telah ada yang mengacu standar 
PANDI dan ISO/IEC 27002:2013. Visualisasi tahapan ini dapat 
dilihat pada Gambar 3.7. 
3.1.4.3 Verifikasi dan Validasi 
 
Gambar 3. 8 Verifikasi dan validasi 
Dokumen SOP yang telah dibuat maka selanjutnya dilakukan 
verifikasi dan validasi. Hal ini dilakukan untuk menguji 
kesesuaian dokumen SOP yang dibuat dengan kebutuhan 
DPTSI. Cara yang dilakukan untuk verifikasi adalah dengan 
melalukan expert review kepada pihak independen dan 
wawancara kepada pihak internal DPTSI. Hal ini dilakukan 
untuk menguji memastikan kesesuaian antara prosedur yang 
dihasilkan dengan kebutuhan DPTSI terkait pengelolaan ketiga 
layanan tersebut. Setelah dianggap dokumen SOP tersebut 
sesuai, maka selanjutnya dilakukan validasi. Validasi ini 
dilakukan dengan cara simulasi SOP yang diuji coba oleh 
pelaksana SOP. Hal ini dilakukan untuk mengetahui ketepatan 
dari SOP yang dibuat ketika diimplementasikan. Apabila 
dokumen SOP dinyatakan tidak valid, maka akan dilakukan 
pembuatan dokumen SOP kembali. Apabila dokumen SOP 
berhasil melewati tahapan ini, maka akan menghasilkan 
dokumen SOP yang terverifikasi dan valid. Visualisasi dari 
tahapan ini dapat dilihat pada Gambar 3.8. 
3.1.5 Tahap Akhir 
Dari dokumen SOP yang telah dibuat, maka selanjutnya 
dilakukan verifikasi dan validasi dokumen tersebut. Dokumen 
SOP yang telah terverifikasi dan tervalidasi, maka peneliti 
dapat melakukan penarikan kesimpulan dari seluruh rangkaian 





SOP yang terverifikasi dan tervalidasi sebagai produk dan juga 
buku Tugas Akhir. 
3.1.5.1 Penarikan Kesimpulan 
 
Gambar 3. 9 Penarikan kesimpulan 
Dari dokumen SOP yang telah terverifikasi dan valid, maka 
selanjutnya dapat dilakukan penarikan kesimpulan dari 
serangkaian tahapan aktivitas penelitian tugas akhir. Selain itu, 
pada tahapan ini dihasilkan buku tugas akhir sebagai bentuk 
pendokumentasian tugas akhir. Visualisasi untuk tahapan ini 

































Bab ini menjelaskan mengenai proses perancangan yang 
dilakukan sebelum melakukan pembuatan SOP pengelolaan 
web hosting, domain, dan colocation server. Perancangan 
dilakukan sebagai  panduan untuk pengejaan tugas akhir ini. 
4.1. Perancangan Studi Kasus 
Bagian ini akan menjelaskan mengenai tujuan dan unit of 
analysis dari studi kasus yang diangkat untuk penelitian tugas 
akhir ini. 
4.1.1 Tujuan Studi Kasus 
Studi kasus adalah sebuah metode pengumpulan data untuk 
mempelajari dan menginterpretasikan suatu kasus tertentu  
secara menyeluruh dan terpadu [30]. Menurut Yin, studi kasus 
adalah sebuah penyelidikan empiris mengenai sesuatu hal 
dengan melihatnya secara nyata, batasan-batasan antara konteks 
dengan fenomena tidak terlihat dengan jelas, dan terdapat 
beberapa bukti yang dapat digunakan untuk mendukungnya 
[31].   Kemudian, Yin juga menjelaskan mengenai kategori dari 
studi kasus yang dapat dibagi menjadi 3, yaitu exploratory, 
descriptive, dan explanatory. Kategorisasi studi kasus ini  dapat 
dilakukan dengan cara  pemilahan pertanyaan “who”, “what”, 
“where”, “how”, dan “why”. Kategori exploratory cocok untuk 
kasus yang menggunakan “what” karena hal tersebut 
menjelaskan mengenai  sebuah tindakan penjelajahan bukan 
mengenai alasan adanya suatu hal. Kemudian, kategori  
explanatory  cocok untuk kasus yang menggunakan “how” dan 
“why” karena hal ini dilakukan untuk melakukan penggalian 
alasan dan pemetaan relasi antar variabel hingga terbentuknya 
logika kausal. Hal ini cocok untuk penggunaan dalam sebuah 
studi kasus, sejarah, dan eksperimen. Terakhir, penggunaan 
“who” dan “where” cocok untuk penelitian langsung atau 





Kategori studi kasus yang digunakan dalam pengerjaan tugas 
akhir ini adalah exploratory atau penggalian. Penelitian tugas 
akhir ini melakukan penggalian kondisi proses bisnis saat ini 
terkait web hosting, domain, dan colocation server di ITS dan 
kondisi ideal terkait ketiga layanan tersebut menurut Pengelola 
Nama Domain Internet Indonesia (PANDI) dan ISO/IEC 
27002:2013. Selanjutnya, dilakukan penggalian mengenai 
kesenjangan yang terjadi antara kondisi proses bisnis saat ini 
dengan kondisi ideal tersebut. Dari kesenjangan yang terjadi, 
maka selanjutnya dapat dibuat kerangka SOP untuk mengelola 
layanan web hosting, domain, dan colocation server di ITS 
dengan mengacu Pengelola Nama Domain Internet Indonesia 
(PANDI) dan ISO/IEC 27002:2013. 
4.1.2 Unit of Analysis 
Setelah mengetahui tujuan dari studi kasus yang diangkat, maka 
selanjutnya adalah menentukan unit of analysis. Unit of analysis 
perlu ditentukan untuk menjaga validitas dan reabilitas 
penelitian. Hal ini yang akan menjadi fokus dari penelitian yang 
dilakukan [33]. Unit of analysis dari penelitian ini adalah 
layanan dan infrastruktur. Karena penelitian yang dilakukan 
berfokus kepada layanan yang diberikan, yaitu layanan web 
hosting, domain, dan colocation server. Ketiga layanan tersebut 
termasuk kategori layanan infrastruktur. Di dalam DPTSI, 
ketiga layanan tersebut dikelola oleh Pusat Layanan dan Pusat 
Infrastruktur dan Keamanan Informasi.  
4.2. Subjek dan Objek Penelitian 
Menurut Arikunto, subjek penelitian adalah subjek yang diteliti 
oleh peneliti [34]. Menurut penjelasan tersebut, dapat diketahui 
bahwa subjek penelitian dapat berupa individu, organisasi, atau 
hal-hal yang dapat dijadikan sebagai sumber penggalian data 
informasi penelitian. Pada tugas akhir ini yang menjadi subjek 
penelitian adalah DPTSI, lembaga yang mengelola layanan web 
hosting, domain, dan colocation server. 
 
Selanjutnya, objek penelitian adalah sesuatu hal yang menjadi 





tersebut, dapat diketahui bahwa objek penelitian adalah variabel 
dalam sebuah penelitian. Objek dari penelitian tugas akhir ini 
adalah pengelolaan layanan web hosting, domain, dan 
colocation server, mulai dari pembuatan hingga monitoring dan 
evaluasi. Pengelolaan terkait ketiga layanan tersebut nantinya 
yang akan menjadi fokus peneliti untuk membuat dokumen 
SOP berdasarkan Pengelola Nama Domain Internet Indonesia 
(PANDI) dan ISO/IEC 27002:2013.  Harapannya, setelah 
adanya SOP ini akan meningkatkan kinerja DPTSI terkait 
layanan tersebut menjadi semakin lebih baik lagi. 
4.3. Data yang Dibutuhkan 
Data-data yang dibutuhkan untuk menggali data dan informasi 
dari studi kasus, antara lain: 
1. Penjelasan mengenai tugas pokok fungsi dari Subdirektorat 
Layanan Teknologi dan Sistem Informasi dan 
Subdirektorat Infrastruktur dan Keamanan Teknologi 
Infomasi. 
2. Penjelasan mengenai layanan web hosting, domain, dan 
colocation server. 
3. Penjelasan mengenai aktor dan peran dari Subdirektorat 
Layanan Teknologi dan Sistem Informasi dan 
Subdirektorat Infrastruktur dan Keamanan Teknologi 
Informasi. 
4. Penjelasan mengenai kondisi proses bisnis saat ini 
mengenai layanan web hosting, domain, dan colocation 
server. 
5. Penjelasan mengenai kondisi ekspektasi mengenai layanan 
web hosting, domain, dan colocation server. 
6. Penjelasan mengenai persyaratan yang dibutuhkan untuk 
mendapatkan layanan. 
7. Penjelasana mengenai alur proses pendaftaran layanan yang 
selama ini berjalan. 
8. Penjelasan mengenai cara untuk mengontrol layanan. 
9. Penjelasan mengenai aturan yang digunakan terkait layanan 
yang diberikan. 




4.4. Persiapan Penggalian Data 
Sumber data yang dapat digunakan untuk menggali studi kasus 
menurut Yin, antara lain dokumentasi, arsip (archival records), 
wawancara, observasi langsung, observasi parsitipatif, dan 
physical artifact [31]. Berdasarkan keenam sumber data 
tersebut, peneliti di sini hanya menggunakan wawancara, 
observasi langsung, dan arsip. 
4.4.1. Wawancara 
Wawancara dilakukan untuk melakukan penggalian data secara 
langsung ke narasumber yang dituju. Sebelum melakukan 
wawancara, maka diperlukan pembuatan interview protocol. 
Hal ini dilakukan sebagai acuan dalam penggalian data kepada 
nasumber agar data dan informasi yang didapatkan sesuai 
dengan yang dibutuhkan. Adapun tampilan awal dari interview 
protocol dapat dilihat pada Tabel 4.1. 
 
Tabel 4. 1 Template interview protocol mengenai data interviewee 
Hari, Tanggal (e.g. Kamis, 3 November 2016) 
Waktu (e.g. 10.00 – 12.00) 
Lokasi (e.g. DPTSI) 
Narasumber (e.g. Royyan M.) 
Jabatan (e.g. Koor. Pusat Infrastruktur dan 
Keamanan Informasi) 
Lama Bekerja (e.g. 6 tahun) 
Topik (e.g, Pengelolaan Layanan Web Hosting, 
Domain, dan Colocation Server) 
 
Tabel 4.1 digunakan sebagai pencatatan informasi mengenai 
data narasumber dan waktu pelaksanaan wawancara. Data 
narasumber dapat ditunjukkan dengan nama narasumber dan 
lama bekerja sedangkan data waktu pelaksanaan wawancara 
dapat ditunjukkan dengan hari, tanggal, waktu, dan lokasi 
wawancara. Kemudian tampilan interview protocol yang 







Tabel 4. 2 Tampilan interview protocol 
No. Uraian 
(Topik) 
1 (Pertanyaan: e.g. Apa saja paket yang ditawarkan mengenai 
web hosting?) 




Uraian interview protocol yang lengkap dan terperinci telah 
terlampir pada Lampiran A. 
4.4.2. Observasi Langsung 
Observasi langsung dilakukan untuk mengamati objek 
penelitian secara langsung di lapangan. Hal ini dilakukan untuk 
mengetahui kondisi nyata yang terjadi terkait layanan tersebut. 
4.4.3. Arsip 
Arsip menjadi salah satu media untuk menggali data yang 
dibutuhkan oleh peneliti. Dokumen arsip yang dibutuhkan oleh 
peneliti, antara lain dokumen pengajuan layanan web hosting, 
domain, dan colocation server, dokumen tindakan yang 
dilakukan terkait ketiga layanan tersebut. 
4.5. Metode Pengolahan Data 
Bagian ini menjelaskan mengenai metode pengolahan data yang 
digunakan untuk mengolah data yang didapatkan dari proses 
wawancara, observasi langsung, dan data arsip. Hal ini 
dilakukan untuk mendapatkan informasi yang dibutuhkan 
sesuai dengan kebutuhan penelitian. Metode pengolahan data 
yang digunakan pada penelitian ini adalah analisis deskriptif 
terhadap kondisi bisnis saat ini, ekpektasi, dan kondisi ideal 
menurut standar acuan. Kemudian dari hasil yang didapatkan, 
maka selanjutnya dilakukan analisis lebih lanjut untuk 
dimanfaatkan dalam penyusunan dokumen Standard Operating 
Procedure pengelolaan layanan web hosting, domain, dan 




4.6. Penentuan Pendekatan Analisis 
Bagian ini akan menjelaskan tentang pendekatan analisis yang 
digunakan dalam penelitian tugas akhir. Untuk mengetahui 
keterkaitan antara objek dengan jawaban hasil wawancara, 
maka dibutuhkan pendekatan analisis yang sesuai agar 
informasi yang didapatkan dapat sesuai dengan yang 
diharapkan. Berikut ini adalah beberapa pendekatan analisis 
yang dilakukan, antara lain: 
1. Pendekatan analisis dengan standar acuan 
Analisis dengan menggunakan pendekatan standar acuan 
dalam penelitian ini menggunakan 2 standar, yaitu: 
a. Pengelola Nama Domain Internet Indonesia (PANDI) 
Standar yang diterapkan oleh Pengelola Nama Domain 
Internet Indonesia (PANDI) digunakan untuk 
mengetahui kondisi proses bisnis saat ini terkait 
layanan web hosting dan domain. Pada standar acuan 
ini akan mengatur mengenai mulai dari pembuatan 
hingga akhir dari pemutusan kontrak. Selain itu, standar 
ini menjadi acuan terkait siklus hidup nama domain. 
b. ISO 27002:2013 
Analisis dengan pendekatan ISO 27002:2013 berfokus 
terhadap layanan colocation server sebagai control dari 
layanan tersebut, mulai dari plan hingga act. Aktivitas 
dan kontrol yang digunakan adalah aktivitas dan 
kontrol yang telah dipetakan pada Bab 2. 
2. Pendekatan analisis dengan kesenjangan 
Analisis kesenjangan adalah analisis yang dilakukan untuk 
mengetahui kesenjangan yang terjadi antara kondisi proses 
bisnis dengan kondisi ekspektasi dan ideal menurut standar 
acuan. Dari hasil analisis kesenjangan yang didapatkan 
maka selanjutnya dapat dilakukan proses standarisasi. 
Proses standarisasi ini dilakukan untuk menyesuaikan 
kondisi proses bisnis saat ini dengan kondisi ekspektasi 





4.7. Perancangan Standard Operating Procedure 
Perancangan standard operating procedure yang dilakukan 
adalah mengacu pada Peraturan Menteri Pendayagunaan 
Aparatur Negara dan Reformasi Birokrasi Republik Indonesia 
mengenai Pedoman Penyusunan Standar Operasional Prosedur 
Nomor 35 Tahun 2012. Perancangan SOP yang akan dilakukan 
dapat dilihat pada Tabel 4.3. 
 




Pendahuluan Tujuan Penjelasan mengenai tujuan dari 
pembuatan dokumen Standars 
Operating Procedure pengelolaan 




Penjelasan mengenai ruang 




Penjelasan mengenai struktur 
organisasi yang berkaitan dengan 
layanan yang dikelola. 
Prosedur Definisi Penjelasan menenai definisi dari 
prosedur yang dibuat. 
 Prosedur Penjelasan  mengenai langkah-
langkah dalam menjalankan suatu 
proses. Prosedur di sini 
digambarkan dengan flowchart. 
 Formulir Formulir yang digunakan untuk 
mendukung ketercapaian prosedur 
sesuai dengan kebutuhan 
organisasi. 
 
4.8. Perencanaan Pengujian SOP 
Tahap pengujian SOP akan dilakukan dalam 2 tahapan, yaitu 
verifikasi dan validasi. Berikut ini adalah penjabaran tentang 






Verifikasi adalah aktivitas mengkonfirmasi kebenaran 
mengenai suatu data dan informasi yang dimiliki. Verifikasi 
yang dilakukan adalah expert review kepada pihak independen 
dan wawancara kepada pihak internal DPTSI. Penjabaran 
mengenai aktivitas verifikasi dapat dilihat pada Tabel 4.4. 
 
Tabel 4. 4 Perencanaan Verifikasi 
Verifikasi Uraian 
Tujuan Memverifikasi dokumen Standard Operating 
Procedure pengelolaan web hosting, domain, dan 
colocation server untuk mengonfirmasi tentang 
kebenaran data dan informasi yang terdapat dalam 
dokumen telah sesuai dengan kebutuhan Direktorat 
Pengembangan Teknologi Sistem Informasi 
(DPTSI) 
Metode Wawancara langsung dan expert review. Untuk 
expert review, setelah SOP yang telah dibuat 
diberikan dan dipelajari oleh expert, maka 
selanjutnya dilakukan pengisian kuisioner yang 
berisi pernyataan-pernyataan yang berkaitan dengan 
isi dari SOP yang dibuat dan selanjutnya dilakukan 
wawancara untuk memastikan mengenai ketepatan 
dari SOP yang telah dibuat. 
Sasaran Wawancara akan dilakukan dengan narasumber 
Kasubdirektorat Layanan Teknologi dan Sistem 
Informasi, yaitu Ibu Hanim dan Kasubdirektorat 
Infrastruktur dan Keamanan Teknologi Informasi, 
yaitu Bapak Royyan.  
Kemudian, untuk expert review dilakukan dengan 
narasumber, yaitu Bapak Noor Azzam (Direktur PT. 
Radnet Cabang Surabaya) selaku pihak independen 
dari DPTSI namun beliau telah sering dimintai 
pendapat oleh pihak Puskom. 
Tahapan 
Pengujian 
Tahapan pengujian verifikasi, yaitu sebagai berikut: 
a. Untuk wawancara yang dilakukan kepada pihak 
DPTSI 
1. Penulis menyerahkan dokumen Standard 






domain, dan colocation server kepada Bu Hanim 
dan Pak Royyan. 
2. Bu Hanim dan Pak Royyan mereview dokumen 
SOP pengelolaan web hosting, domain, dan 
colocation server. 
3. Setelah Bu Hanim dan Pak Royyan melakukan 
review, penulis melakukan wawancara langsung 
dengan mengajukan pertanyaan mengenai 
kesesuaian dari struktur, konten, dan istilah SOP 
serta instrumen pendukung yang ada di 
dalamnya. 
4. Bu Hanim dan Pak Royyan memberikan review 
dan revisi dokumen SOP pengelolaan web 
hosting, domain, dan colocation server jika ada. 
5. Penulis melakukan perbaikan dokumen SOP 
pengelolaan web hosting, domain, dan 
colocation server. 
6. Penulis mengajukan hasil revisi yang telah 
dilakukan kepada Bu Hanim dan Pak Royyan. 
7. Bu Hanim dan Pak Royyan menyetujui dokumen 
SOP pengelolaan web hosting, domain, dan 
colocation server yang telah diperbaiki. 
b. Untuk expert review 
1. Penulis menyerahkan dokumen Standard 
Operating Procedure pengelolaan web 
hosting, domain, dan colocation server 
kepada Pak Noor Azzam. 
2. Pak Noor Azzam mereview dokumen SOP 
pengelolaan web hosting, domain, dan 
colocation server. 
3. Setelah Pak Noor Azzam melakukan 
review, penulis melakukan penilaian 
terhadap SOP yang telah dibuat dengan cara 
memberikan kuisioner yang berisi 
pernyataan-pernyataan mengenai 
kesesuaian dari struktur, konten, dan istilah 
SOP serta instrumen pendukung yang ada 
di dalamnya. Kuisioner ini harus diisi oleh 





4. Setelah kuisioner selesai diisi oleh expert, 
maka selanjutnya penulis melakukan 
wawancara untuk memastikan mengenai 
kesesuaian SOP yang telah dibuat. 
5. Pak Noor Azzam memberikan review dan 
revisi dokumen SOP pengelolaan web 
hosting, domain, dan colocation server jika 
ada. 
6. Penulis melakukan perbaikan dokumen 
SOP pengelolaan web hosting, domain, dan 
colocation server. 
7. Penulis mengajukan hasil revisi yang telah 
dilakukan kepada Pak Noor Azzam. 
8. Pak Noor Azzam menyetujui dokumen 
SOP pengelolaan web hosting, domain, dan 
colocation server yang telah diperbaiki. 
 
Interview protocol yang lengkap dan terperinci yang digunakan 
untuk verifikasi telah terlampir pada Lampiran C. 
 
2. Validasi 
Validasi adalah aktivitas mengonfirmasi data dan informasi 
yang dimiliki dengan cara melakukan sebuat pengujian atau 
simulasi. Validasi dilakukan oleh pihak internal pengelola 
ketiga layanan tersebut, yaitu Pusat Layanan dan Pusat 
Infrastruktur dan Keamanan Informasi DPTSI. Perencanaan 
mengenai validasi dapat dilihat pada Tabel 4.5. 
 
Tabel 4. 5 Perencanaan Validasi 
Validasi Uraian 
Tujuan Memvalidasi dokumen Standard Operating 
Procedure pengelolaan web hosting, domain, dan 
colocation server untuk mengonfirmasi mengenai 
kebenaran data dan informasi dengan dilakukannya 
sebuah simulasi. 
Metode Simulasi Standard Operating Procedure 







Sasaran Pelaksana Standard Operating Procedure, yaitu 
Subdit Layanan Teknologi dan Sistem Informasi 
Tahapan 
Pengujian 
Tahapan pengujian validasi, yaitu antara lain: 
1. Penulis menyerahkan dokumen Standard 
Operating Procedure pengelolaan web hosting, 
domain, dan colocation server yang telah 
diperbaiki dan disetujui di tahapan verifikasi. 
2. Penulis memberikan arahan skenario 
penggunaan dokumen SOP pengelolaan web 
hosting, domain, dan colocation server dan 
menjelaskan beberapa skenario yang akan 
disimulasikan. 
3. Pelaksana SOP pengelolaan web hosting, 
domain, dan colocation server menyimulasikan 
dengan menggunakan kasus yang termasuk pada 
pengelolaan web hosting, domain, dan 
colocation server. 
4. Setelah simulasi selesai, penulis meminta 
feedback dan review dari pelaksana. 
5. Penulis melakukan perbaikan dokumen SOP 
pengelolaan web hosting, domain, dan 
colocation server jika terdapat ketidaksesuaian 
saat simulasi. 
6. Kemudian dokumen SOP pengelolaan web 
hosting, domain, dan colocation server dapat 
dinyatakan valid dan dapat diterapkan dalam 
melaksanakan aktivitas yang terstandarisasi. 
 
Skenario yang lengkap dan terperinci yang digunakan untuk 


















BAB V  
IMPLEMENTASI 
Bab ini menjelaskan tentang hasil implementasi yang telah 
didapatkan dari proses perancangan pada bab IV yang telah 
dipaparkan sebelumnya. Hasil implementasi yang ditampilkan 
adalah berupa data dan informasi mentah. 
5.1. Direktorat Pengembangan Teknologi Sistem Informasi 
(DPTSI) ITS 
Direktorat Pengembangan Teknologi Sistem Informasi 
(DPTSI) ITS adalah sebuah lembaga yang bergerak di bidang 
pengembangan teknologi yang ada di ITS. Pada awalnya, 
DPTSI ini memiliki nama Badan Teknologi dan Sistem 
Informasi (BTSI) dan berubah nama menjadi Lembaga 
Pengembangan Teknologi Sistem Informasi (LPTSI) pada 
tahun 2013. Kemudian, pada tahun 2016 berubah nama kembali 
menjadi Direktorat Pengembangan Teknologi Sistem Informasi 
(DPTSI). DPTSI sendiri memiliki fungsi strategis, antara lain 
pengelolaan, pengkoordinasian, pengendalian, dan 
pengembangan. Diharapkan dengan ke-4 fungsi strategis ini 
dapat membuat teknologi dan sistem informasi secara terpadu 
[36]. Adapun penjabaran dari fungsi tersebut, antara lain: 
1. Penyusun rencana, program, dan anggaran lembaga. 
2. Pelaksana penelitian dan pengembangan teknologi dan 
sistem informasi. 
3. Pelaksana peningkatan kemampuan dan kompetensi tenaga 
pendidik, terutama di bidang teknologi dan sistem 
informasi. 
4. Pengelola sistem informasi berbasis web. 
5. Pelaksana penyedia layanan jasa di bidang teknologi dan 
sistem informasi. 
6. Pelaksana koordinasi dan kerjasama antar institusi yang 
berkaitan dengan teknologi dan sistem informasi. 
7. Pelaksana monitoring dan evaluasi mengenai 
pengembangan teknologi dan sistem informasi. 





Dalam menjalankan fungsinya, DPTSI memiliki 3 pusat untuk 
mendukung setiap kegaitan yang dilakukan, yaitu Pusat 
Pengelolaan dan Layanan TIK, Pusat Pengembangan Sistem 
Informasi, dan Pusat Infrastruktur dan Keamanan Informasi. 
Adapun susunan struktur organisasi pada DPTSI dapat dilihat 
pada Gambar 5.1 [1]. 
 
 
Gambar 5. 1 Struktur organisasi DPTSI 
 
Visi dari DPTSI adalah mewujudkan ITS Smart Campus, ITS 
in one hand. Sedangkan misi dari DPTSI, antara lain: 
1. Menyediakan layanan teknologi informasi dan komunikasi 
dan pendukungnya. 
2. Mengembangkan infrastruktur informasi ITS. 
3. Menjalin kerjasama dan kemitraan baik di dalam maupun 
di luar ITS. 
 
Kemudian, DPTSI juga memiliki tujuan, yaitu meningkatkan 
sumber daya manusia yang professional, aksesibilitas 
informasi, dan proses efisiensi; penyedia layanan dan support, 
dan ikut mengembangkan perihal teknologi informasi [38]. 
5.2. Penentuan Proses Bisnis Pengelolaan Layanan 
Dalam pembuatan dokumen SOP pengelolaan web hosting, 
domain, dan colocation server, maka dibutuhkan telaah lebih 
lanjut mengenai proses bisnis yang terjadi di dalam pengelolaan 
layanan tersebut. Hal ini dilakukan agar dokumen SOP yang 





yakni dimulai dari pengajuan pembuatan layanan hingga 
pengakhiran kontrak. 
 
1. Identifikasi tipe kasus 
Pada kasus pembuatan dokumen SOP Pengelolaan Web 
Hosting, Domain, dan Colocation Server, tipe kasus yang 
terjadi adalah service type. Karena di sini layanan yang 
diberikan adalah sebanyak 4 buah. Adapun service type yang 
terdapat pada DPTSI yang melingkupi studi kasus ini, antara 
lain layanan web hosting, layanan domain, layanan VPS, dan 
layanan colocation server. 
 
2. Identifikasi fungsi yang akan berlaku di masing-masing 
kasus 
Selanjutnya, dilakukan pengidentifikasian fungsi yang berlaku 
di masing-masing kasus. Fungsi tersebut harus diturunkan 
hingga detail dari masing masing tipe kasus tersebut. Adapun 
fungsi-fungsi yang dapat identifikasi dapat dilihat pada Tabel 
5.1. 
Tabel 5. 1 Identifikasi fungsi 
Fungsi Level 1 Fungsi Level 2 
Perencanaan Pengajuan layanan 
Perencanaan penggunaan 
Pemilihan nama domain yang sesuai 
Pemilihan paket web hosting dan domain 




Pengelolaan Desain dan pengembangan 




Pemantauan dan evaluasi aktivitas 
Pengembalian server 
Pembaruan data contact person 






3. Membentuk matriks fungsi 
Setelah dilakukan identifikasi tipe kasus dan fungsinya, 
selanjutnya dilakukan pembuatan matriks fungsi. Hal ini 
dilakukan dengan cara menggabungkan antara tipe kasus yang 
terjadi dengan fungsinya. Selanjutnya, dilakukan 
pengidentifikasian apakah terdapat relasi di antara keduanya. 
Apabila terdapat relasi di antara keduanya, maka diberi simbol 






Tabel 5. 2 Matriks fungsi 
  Web 
Hosting 
Domain VPS Colocation 
Server 
Perencanaan Pengajuan layanan X X X X 
Perencanaan penggunaan X X X X 
Pemilihan nama domain yang 
sesuai 
X X   
Pemilihan paket web hosting  X    
Pembuatan Perjanjian X X X X 
Registrasi X X X X 
Instalasi X X X X 
Penitipan server    X 
Pengelolaan Desain dan pengembangan X X X X 
Proteksi keamanan  X X X X 
Reset password X  X  
Pemantauan dan 
Evaluasi 
Pemantauan dan evaluasi 
aktivitas 
X X X X 
Pengembalian server    X 
Pembaruan data contact person X X X X 
Perpanjangan dan penghentian 
kontrak 





4. Identifikasi proses 
Selanjutnya, dilakukan identifikasi proses untuk menentukan 
kombinasi antara fungsi dan tipe kasusnya sehingga 
membentuk proses bisnis. Di sini perlu ditemukan trade-off 
antara 2 ekstrem, yaitu di mana seluruh matriks dapat 
membentuk satu proses yang besar dan di mana setiap silang 
tunggal dalam matriks dapat membentuk suatu proses 
tersendiri. 
 
Dalam penentuan trade-off ini menggunakan 8 guidelines. 
Guideline 1. Jika sebuah proses memiliki alur objek yang 
berbeda, dapat dilakukan pemisahan secara vertikal.  
 
Pada guideline 1, dilakukan pemisahan menjadi 2 bagian, yaitu 
objek dengan pelanggan/unit kerja dan objek dengan internal 
DPTSI. Hal ini dilakukan karena objek alir yang berbeda di 
dalam pengelolaan layanan web hosting, domain, VPS, dan 





Tabel 5. 3 Hasil implementasi guideline 1 
  Web 
Hosting 
Domain VPS Colocation 
Server 
Perencanaan Pengajuan layanan X X X X 
Perencanaan penggunaan X X X X 
Pemilihan nama domain yang 
sesuai 
X X   
Pemilihan paket web hosting  X    
Pembuatan Perjanjian X X X X 
Registrasi X X X X 
Instalasi X X X X 
Penitipan server    X 
Pengelolaan Desain dan pengembangan X X X X 
Proteksi keamanan X X X X 
Reset password X  X  
Pemantauan dan 
Evaluasi 
Pemantauan dan evaluasi 
aktivitas 
X X X X 
Pengembalian server    X 
Pembaruan data contact person X X X X 
Perpanjangan dan penghentian 
kontrak 
X X X X 
Keterangan: 





Guideline 2. Jika 1 proses hanya untuk 1 objek yang berbeda, 
maka proses tersebut dapat dilakukan pemisahan secara 
vertikal. 
 
Pada guideline 2, dilakukan pemisahan antara proses yang 
melingkupi multi objek alir dan proses yang hanya untuk 1 
objek saja. Di sini dilakukan pemisahan untuk fungsi bisnis 
yang melingkupi internal DPTSI dan pelanggan/unit kerja. Oleh 
karena itu, dihasilkan 3 tipe.  Pada fungsi bisnis reset password 
dan pemantauan dan evaluasi aktivitas, terdapat aktivitas yang 
menggabungkan antara kedua objek alir, yaitu pelanggan/unit 
kerja dan internal DPTSI (Subdit Infrastruktur dan Keamanan 
Teknologi Informasi). Adapun hasil implementasi dari 




Tabel 5. 4 Hasil implementasi guideline 2 
  Web 
Hosting 
Domain VPS Colocation 
Server 
Perencanaan Pengajuan layanan X X X X 
Perencanaan penggunaan X X X X 
Pemilihan nama domain yang 
sesuai 
X X   
Pemilihan paket web hosting 
dan domain 
X    
Pembuatan Perjanjian X X X X 
Registrasi X X X X 
Instalasi X X X X 
Penitipan server    X 
Pengelolaan Desain dan pengembangan X X X X 
Proteksi keamanan X X X X 
Reset password X  X  
Pemantauan dan 
Evaluasi 
Pemantauan dan evaluasi 
aktivitas 
X X X X 
Pengembalian server    X 
Pembaruan data contact person X X X X 
Perpanjangan dan penghentian 
kontrak 







 Objek dengan 
pelanggan/unit kerja  
 Objek dengan 
internal DPTSI 
 Objek melingkupi 
pelanggan/unit kerja 
dan internal DPTSI 
 
Guideline 3. Jika sebuah proses mengubah status transaksional, 
maka dapat dilakukan pemisahan secara vertikal. 
 
Pada guideline 3, dilakukan pemisahan untuk fungsi bisnis yang 
memiliki perubahan status transaksional, yaitu reset password 
dan perpanjangan dan penghentian kontrak. Hal ini dilakukan 
karena setelah melakukan reset password, maka pelanggan/unit 
kerja dapat menggunakan kembali layanan yang dimiliki 
setelah sebelumnya tidak dapat menggunakannya sedangkan 
perpanjangan dan penghentian kontrak, setelah melakukan 
fungsi bisnis tersebut, terdapat status dari kontrak layanan yang 
dimiliki oleh pelanggan/unit kerja, yaitu dihentikan atau 
dilanjutkan. Adapun hasil implementasi guideline ini dapat 





Tabel 5. 5 Hasil implementasi guideline 3 
  Web 
Hosting 
Domain VPS Colocation 
Server 
Perencanaan Pengajuan layanan X X X X 
Perencanaan penggunaan X X X X 
Pemilihan nama domain yang 
sesuai 
X X   
Pemilihan paket web hosting  X    
Pembuatan Perjanjian X X X X 
Registrasi X X X X 
Instalasi X X X X 
Penitipan server    X 
Pengelolaan Desain dan pengembangan X X X X 
Proteksi keamanan X X X X 
Reset password X  X  
Pemantauan dan 
Evaluasi 
Pemantauan dan evaluasi 
aktivitas 
X X X X 
Pengembalian server    X 
Pembaruan data contact person X X X X 
Perpanjangan dan penghentian 
kontrak 








 Objek dengan 
pelanggan/unit kerja  




 Objek melingkupi 
pelanggan/unit kerja 
dan internal DPTSI 




Guideline 4. Jika sebuah proses terdiri dari sebuah pemisahan 
logika dalam waktu, maka dapat dilakukan pemisahan secara 
vertikal. 
 
Pada guideline 4, terjadi pemisahan untuk fungsi bisnis yang 
berbeda waktu penerapannya. Adapun fungsi bisnis yang 
dipisah, antara lain penitipan server, pemantauan dan evaluasi 
aktivitas, pengembalian server, dan pembaruan data contact 
person. Hal ini dilakukan karena pemantauan dan evaluasi 
aktivitas serta pembaruan data contact person dilakukan secara 
berulang dalam periode tertentu sedangkan penitipan dan 
pengembalian server dilakukan pada waktu yang berbeda 
tergantung kesepakatan yang dilakukan antara DPTSI dengan 
pelanggan/unit kerja yang bersangkutan. Adapun implementasi 






Tabel 5. 6 Hasil implementasi guideline 4 
  Web 
Hosting 
Domain VPS Colocation 
Server 
Perencanaan Pengajuan layanan X X X X 
Perencanaan penggunaan X X X X 
Pemilihan nama domain yang 
sesuai 
X X   
Pemilihan paket web hosting  X    
Pembuatan Perjanjian X X X X 
Registrasi X X X X 
Instalasi X X X X 
Penitipan server    X 
Pengelolaan Desain dan pengembangan X X X X 
Proteksi keamanan X X X X 
Reset password X  X  
Pemantauan dan 
Evaluasi 
Pemantauan dan evaluasi 
aktivitas 
X X X X 
Pengembalian server    X 
Pembaruan data contact person X X X X 
Perpanjangan dan penghentian 
kontrak 








 Objek dengan 
pelanggan/unit kerja  
 Objek dengan internal 
DPTSI 
 Penitipan server  Reset password 
 Pemantauan dan 
evaluasi aktivitas 
 Perpanjangan dan 
penghentian kontrak 








Guideline 5. Jika sebuah proses terdiri dari sebuah pemisahan 
logika dalam ruang, maka dapat dilakukan pemisahan secara 
horizontal. 
 
Pada guideline 5, terjadi pemisahan untuk fungsi bisnis yang 
berbeda tempat penerapannya. Adapun fungsi bisnis yang 
dipisah, yaitu pengelolaan website. Hal ini dilakukan karena 
fungsi bisnis tersebut dilakukan oleh pelanggan/unit kerja 
terkait dan terpisah kaitannya dengan DPTSI. Adapun hasil 






Tabel 5. 7 Hasil implementasi guideline 5 
  Web 
Hosting 
Domain VPS Colocation 
Server 
Perencanaan Pengajuan layanan X X X X 
Perencanaan penggunaan X X X X 
Pemilihan nama domain yang 
sesuai 
X X   
Pemilihan paket web hosting  X    
Pembuatan Perjanjian X X X X 
Registrasi X X X X 
Instalasi X X X X 
Penitipan server    X 
Pengelolaan Desain dan pengembangan X X X X 
Proteksi keamanan X X X X 
Reset password X  X  
Pemantauan dan 
Evaluasi 
Pemantauan dan evaluasi 
aktivitas 
X X X X 
Pengembalian server    X 
Pembaruan data contact person X X X X 
Perpanjangan dan penghentian 
kontrak 







 Pengajuan layanan  Pembuatan layanan  Pengelolaan website  Reset password 
 Pemantauan dan 
evaluasi aktivitas 
 Perpanjangan dan 
penghentian kontrak 
 Pembaruan data 
contact person 
 Penitipan server 






Guideline 6. Jika sebuah proses terdiri dari sebuah pemisahan 
logika di dimensi lain yang berhubungan, maka dapat dilakukan 
pemisahan secara horizontal. 
 
Karena tidak terdapat dimensi lain sebagai pemisah model yang 
dimiliki, maka guideline ini tidak dilakukan. 
 
Guideline 7. Jika sebuah proses terpisah di model referensi, 
maka dapat dilakukan pemisahan. 
 
Karena tidak terdapat model referensi sebagai pemisah model 
yang dimiliki, maka guideline ini tidak dilakukan. 
 
Guideline 8. Jika sebuah proses melingkupi banyak fungsi di 
dalam 1 tipe kasus daripada di lainnya, maka dapat dilakukan 
pemisahan secara horizontal. 
 
Karena tidak terdapat proses yang melingkupi banyak fungsi di 
dalam 1 tipe kasus sebagai pemisah model yang dimiliki, maka 
guideline ini tidak dilakukan. 
 
Setelah menerapkan guideline 1-8, maka proses bisnis yang 
didapatkan adalah 9 proses. Adapun proses bisnis yang 









































5.3. Hasil Wawancara 
Berdasarkan perancangan penggalian data yang telah dibuat 
sebelumnya, data yang perlu diambil bisa didapatkan dengan 
cara wawancara kepada pihak terkait Direktorat Pengembangan 
Teknologi Sistem Informasi (DPTSI). Wawancara dilakukan 
dengan 4 narasumber, yaitu Bapak Wicaksono selaku staf 
Subdirektorat Infrastruktur dan Keamanan Teknologi 
Informasi, Ibu Wiwin selaku staf Subdirektorat Layanan 
Teknologi dan Sistem Informasi, Bapak Royyan selaku Kepala 
Subdirektorat Infrastruktur dan Keamanan Teknologi 
Informasi, dan Ibu Hanim selaku Kepala Subdirektorat Layanan 
Teknologi dan Sistem Informasi di Direktorat Pengembangan 
Teknologi Sistem Informasi (DPTSI). Wawancara dilakukan 
empat kali dengan masing-masing sekali. Wawancara dengan 
Bapak Wicaksono dan Ibu Wiwin dilakukan pada tanggal 24 
November 2016, dengan Bapak Royyan dilakukan pada tanggal 
30 November 2016, dan dengan Ibu Hanim dilakukan pada 
tanggal 6 Desember 2016. Adapun topik wawancara yang 
dilakukan berisi mengenai beberapa hal di bawah ini, antara 
lain: 
1. Penjelasan mengenai tugas pokok fungsi dari Subdirektorat 
Layanan Teknologi dan Sistem Informasi dan 
Subdirektorat Infrastruktur dan Keamanan Teknologi 
Infomasi. 
2. Penjelasan mengenai layanan web hosting, domain, dan 
colocation server. 
3. Penjelasan mengenai aktor dan peran dari Subdirektorat 
Layanan Teknologi dan Sistem Informasi dan 
Subdirektorat Infrastruktur dan Keamanan Teknologi 
Informasi. 
4. Penjelasan mengenai kondisi proses bisnis saat ini 
mengenai layanan web hosting, domain, dan colocation 
server. 
5. Penjelasan mengenai kondisi ekspektasi mengenai layanan 
web hosting, domain, dan colocation server. 





7. Penjelasana mengenai alur proses pendaftaran layanan yang 
selama ini berjalan. 
8. Penjelasan mengenai cara untuk mengontrol layanan. 
9. Penjelasan mengenai aturan yang digunakan terkait layanan 
yang diberikan. 
10. Penjelasan mengenai batasan layanan yang diberikan. 
 
Hasil wawancara yang lengkap dan terperinci telah terlampir 
pada Lampiran B. 
5.2.1. Tugas Pokok dan Fungsi dari Subdirektorat 
Pada bagian ini akan dijelaskan mengenai tugas pokok dan 
fungsi (tupoksi) dari Subdirektorat Layanan Teknologi dan 
Sistem Informasi dan Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi. Kedua subdirektorat inilah 
yang berkaitan dengan pengelolaan layanan tersebut. Adapun 
tupoksi dari Subdirektorat Layanan Teknologi dan Sistem 
Informasi yang berhubungan dengan layanan yang menjadi 
topik saat ini, antara lain: 
1. Penyiapan bahan perumusan kebijakan dan standar mutu 
layanan teknologi dan sistem informasi, data, dan 
informasi. 
a. Merumuskan kebijakan dan prosedur terkait layanan 
TSI. 
b. Melakukan analisi kebutuhan layanan unit. 
- Melakukan roadshow penggalian kebutuhan 
software berlisensi dan F/OSS tiap departemen. 
- Melakukan survei tentang kualitas layanan. 
- Membuat analisis kebutuhan dari layanan 
eksisting dan baru. 
c. Menentukan standar mutu termasuk service level dari 
layanan. 
- Standarisasi email & service level agreement. 
- Standarisasi layanan hosting & domain serta 
service level agreement. 
- Standarisasi website unit. 





- Service level F/OSS. 
- Service level layanan service desk. 
d. Merumuskan strategi transisi dan operasional layanan 
baru 
- Menentukan tujuan, ruang lingkup (untuk 
mahasiswa atau doskar) dan jadwal release layanan 
baru. 
- Menentukan kelengkapan (instrumen) untuk 
transisi misalkan: panduan pdf, informasi di 
website, dll. 
2. Pelaksanaan operasional layanan teknologi dan sistem 
informasi, data, dan informasi. 
a. Mengelola keluhan dari pengguna layanan DPTSI. 
- Mempersiapkan service desk dan perlengkapannya. 
- Menerima keluhan, melakukan pencatatan, dan 
kategorisasi keluhan layanan. 
- Melakukan troubleshoot atas keluhan yang 
diterima oleh Subdit LTSI. 
i. Troubleshoot terkait email. 
ii. Troubleshoot terkait penggunaan software 
berlisensi. 
iii. Troubleshoot terkait penggunaan software 
F/OSS. 
- Melakukan eskalasi keluhan ke Subdit PSI atau 
IKTI apabila penanganan di luar kapasitas service 
desk. 
- Memantau penanganan keluhan. 
- Menginformasikan status keluhan kepada 
pengguna yang mengalami insiden/masalah. 
- Mengupdate status keluhan. 
b. Mengelola request 
- Menerima dan mencatat request pengguna layanan. 
- Melakukan eksekusi request pengguna layanan. 
i. Mengelola proses pendaftaran domain. 




2) Melakukan pencatatan pendaftaran 
domain. 
3) Melakukan request ke Subdit IKTI untuk 
pendaftaran domain. 
4) Memantau status pendaftaran domain ke 
Subdit IKTI. 
5) Menginformasikan status pendaftaran 
domain kepada service desk. 
ii. Mengelola proses pendaftaran request 
hosting atau VPS. 
1) Melakukan verifikasi data pemohon. 
2) Melakukan pencatatan pendaftaran 
hosting atau VPS. 
3) Melakukan request ke Subdit IKTI untuk 
pendaftaran hosting atau VPS. 
4) Memantau status pendaftaran hosting atau 
VPS ke Subdit IKTI. 
5) Menginformasikan status pendaftaran 
domain atau VPS kepada service desk. 
iii. Menyediakan template web unit. 
- Melakukan eskalasi request ke Subdit 
PSI atau IKTI apabila penanganan di luar 
kapasitas service desk. 
- Memantau pemenuhan request. 
- Menginformasikan status keluhan 
kepada pengguna yang mengalami 
insiden/masalah. 
- Mengupdate status keluhan. 
3. Pelaksanaan pengawasan dan pemantauan layanan teknologi 
dan sistem informasi, data, dan informasi. 
a. Melakukan pengecekan status website unit. 
b. Melakukan pengecekan status database di pantau. 
c. Melakukan pengecekan status sistem informasi di ITS di 
pantau. 
d. Melakukan pemantauan penanganan insiden. 






Kemudian, tupoksi yang dimiliki oleh Subdirektorat 
Infrastruktur dan Keamanan Teknologi Informasi yang 
berkaitan dnegan ketiga layanan tersebut, antara lain: 
1. Pelaksanaan pengembangan infrastruktur dan keamanan 
teknologi informasi. 
a. Melakukan pengelolaan aset keamanan informasi. 
- Melaksanakan pengkodean/labeling dan 
komputerisasi Kartu Inventaris Barang (KIB), 
Daftar Barang Ruangan (DBR), Daftar 
Inventaris Lain (DIL). 
- Membuat buku inventaris BMN dan kondisi 
barang. 
- Membuat bon permintaan barang, berkaitan 
dengan permintaan alat pendukung operasional 
jaringan. 
- Membuat berita acara serah terima barang. 
- Membuat rencana dan melakukan pendataan 
barang serta mengusulkan penghapusan barang 
inventaris milik/kekayaan negara yang rusak 
atau sudah waktunya untuk dihapus. 
- Melakukan pencatatan atas server lain yang 
dititipkan ke data center DPTSI. 
- Mengatur peletakan server unit lain yang 
dititipkan di data center. 
b. Memfasilitasi proses pengembangan dan 
implementasi aplikasi sistem informasi berbasis web 
untuk mengoptimalkan e-layanan sesuai request 
Subdit LTSI dan PSI. 
- Memberikan informasi tentang pengelolaan 
resource server. 
- Menyediakan server baik fisik maupun virtual 
untuk aplikasi. 
- Menyiapkan subdomain untuk aplikasi. 





- Dukungan infrastruktur (konektivitas dan server) 
untuk subdit lain. 
- Melakukan analisis performa sebagai pendukung 
untuk SIM. 
c. Melaksanakan pendampingan pengembangan 
infrastruktur unit lain oleh vendor. 
- Memberikan saran (jasa konsultasi) terkait 
pengembangan infrastruktur. 
 
Berdasarkan uraian di atas, dapat dikatakan bahwa 
Subdirektorat Layanan Teknologi dan Sistem Informasi adalah 
garda depan dalam penerimaan dari segala permintaan web 
hosting, domain, dan colocation server. Kemudian, 
Subdirektorat Infrastruktur dan Keamanan Teknologi Informasi 
berperan sebagai pelaksana dalam pembuatan layanan tersebut 
berdasarkan request dari Subdit LTSI. Oleh karena itu, ketiga 
layanan tersebut ditangani oleh kedua subdit tersebut dengan 
pembagian yang telah dijabarkan sesuai dengan tupoksi yang 
telah dijabarkan sebelumnya. 
5.2.2. Pendefinisian Layanan 
Penelitian ini berfokus pada beberapa layanan yang disediakan 
oleh pihak DPTSI, yaitu web hosting, domain, VPS, dan 
colocation server. Selanjutnya, dilakukan pendefinisian 
layanan tersebut agar dapat mudah dipahami dan terlihat jelas 
perbedaannya. Adapun pendefinisian layanan ini dapat dilihat 
pada Tabel 5.8. 
 
Tabel 5. 8 Pendefinisian layanan di DPTSI 
Nama Layanan Uraian 
Domain Layanan yang disediakan oleh pihak DPTSI 
mengenai nama yang dapat digunakan sebagai 
alamat website unit kerja atau organisasi yang 
ada di ITS. 
Web hosting Layanan hosting yang dapat digunakan untuk 
mengembangkan website yang dimiliki oleh 
unit kerja atau organisasi yang ada di ITS. 





Nama Layanan Uraian 
sedangkan database yang digunakan adalah 
MySQL.  
Colocation server Layanan penyediaan tempat untuk menitipkan 
server yang dimiliki oleh unit kerja yang ada 
di ITS kepada pihak DPTSI. 
VPS Layanan yang disediakan oleh DPTSI yang di 
mana unit kerja tersebut akan diberikan 1 
server kemudian unit kerja tersebut yang akan 
mengelola server yang diberikan dengan cara 
membaginya sesuai dengan kebutuhan 
masing-masing dari unit kerja tersebut. 
Contohnya adalah 1 jurusan akan diberikan 1 
server. Kemudian jurusan tersebut dapat 
membaginya dengan kebutuhannya masing-
masing yang membutuhkan space di server, 
misalnya untuk lab, keluhan, dan lain-lain.  
5.2.3. Pendefinisian Aktor dan Peran pada Layanan 
Pendefinisian aktor dan peran yang terlibat dalam layanan web 
hosting, domain, dan colocation server didapatkan dari 
wawancara langsung dan pengamatan langsung terhadap arsip 
yang ditunjukkan oleh staff LTSI dan staff IKTI. Hasil 
pendefinisian aktor dan peran yang terhadap layanan dapat 
dilihat pada Tabel 5.9 untuk layanan web hosting, Tabel 5.10 
untuk layanan domain, Tabel 5.11 untuk layanan colocation 









Dokumentasi Pembuatan Pengguna Keterangan 
Service desk V     
Staff Subdit LTSI 
Bagian Domain 
 V   Melakukan pencatatan 
terkait seluruh aktivitas 
yang terkait 
Staff Subdit IKTI   V   
Admin    V Admin dari masing-
masing unit kerja atau 
organisasi 
 




Dokumentasi Pembuatan Pengguna Keterangan 
Service desk V     
Staff Subdit LTSI 
Bagian Domain 
 V   Melakukan pencatatan 
terkait seluruh aktivitas 
yang terkait 







Dokumentasi Pembuatan Pengguna Keterangan 
Admin    V Admin dari masing-
masing unit kerja atau 
organisasi 
 




Dokumentasi Pembuatan Pengguna Keterangan 
Service desk V     
Staff Subdit LTSI 
Bagian Domain 
 V   Hanya melakukan apabila 
terdapat domain yang 
menggunakan colocation 
server 
Staff Subdit IKTI  V V  Melakukan pencatatan 
keseluruhan terkait 
layanan ini 
Admin    v Admin dari masing-












Dokumentasi Pembuatan Pengguna Keterangan 
Service desk V     
Staff Subdit LTSI 
Bagian Domain 
 V   Melakukan pencatatan 
terkait seluruh aktivitas 
yang terkait 
Staff Subdit IKTI   V   
Admin    V Admin dari masing-








5.2.4. Kondisi Proses Bisnis Saat Ini 
Bagian ini akan menjelaskan mengenai kondisi proses bisnis 
saat ini terkait layanan yang disediakan oleh DPTSI. Kondisi 
proses bisnis yang akan dijabarkan, antara lain peraturan nama 
domain, paket layanan web hosting, persyaratan, alur proses, 
sumber daya manusia yang terlibat, kebijakan yang berlaku, 
teknologi yang digunakan, dan permasalahan yang terjadi 
terkait layanan tersebut. 
5.2.4.1. Paket Layanan Web Hosting Yang Ditawarkan 
DPTSI 
Sebagai penyedia layanan teknologi di ITS, DPTSI juga 
menyediakan layanan berupa web hosting bagi jurusan, 
fakultas, lembaga, organisasi mahasiswa, dan kegiatan di ITS 
lainnya. Layanan ini adalah gratis atau tanpa diberlakukan biaya 
apapun. Adapun paket-paket web hosting yang ditawarkan 
untuk lembaga-lembaga ITS dapat dilihat di Tabel 5.13. 
 
Tabel 5. 13  Paket layanan web hosting 
Jenis Paket Spesifikasi 
Platinum 500 MB dengan 3 database MySQL 
Gold 250 MB dengan 2 database MySQL 
Silver 150 MB dengan 1 database MySQL 
 
Dari ketiga jenis paket di atas, dilengkapi dengan spesifikasi 
lainnya, yaitu server P4 3.2 GHz, engine PHP, dan database 
MySQL. Dari berbagai spesifikasi yang telah diberikan, 
terdapat layanan bahwa administrator dapat mengelola website 
masing-masing dengan melalui CPanel-like yang berbentuk 
web-based maupun melalui FTP. 
 
Apabila calon pemohon ingin mengajukan pendaftaran hosting 
di server ITS, terdapat prosedur dalam pengajuannya, yaitu 
sebagai berikut: 
1. Calon pemohon membuat surat pengajuan untuk 





mencantumkan nama, email ITS, dan nomor handphone 
atau telepon yang aktif. 
2. Surat pengajuan tersebut ditujukan kepada Ketua DPTSI 
ITS. 
3. Ketua DPTSI akan memberikan persetujuan dari surat 
pengajuan tersebut, apakah disetujui atau tidak. 
Setelah disetujui, maka pemohon akan menerima akun, kata 
sandi, dan petunjuk penggunaan. Petunjuk ini berupa cara 
bagaimana menggunggah file ke server. Berbagai informasi ini 
akan dikirimkan ke nama yang dicantumkan pada surat 
pengajuan sebelumnya melalui email [39]. 
5.2.4.2. Peraturan Nama Domain yang Berlaku di DPTSI 
Selain menyediakan layanan web hosting, DPTSI juga 
menyediakan domain. Domain ini memiliki ciri khas, yaitu 
berakhiran dengan .its.ac.id. DPTSI juga memiliki pengaturan 
mengenai standarisasi nama domain untuk di ITS. Standarisasi 
nama domain tersebut dapat dilihat pada Tabel 5.14 [39]. 
 
Tabel 5. 14 Peraturan nama domain yang berlaku di ITS 
Bentuk Lembaga 
/ Organisasi 






















5.2.4.3. Persyaratan yang Dibutuhkan Untuk Mendapatkan 
Layanan 
Keempat layanan ini, baik web hosting, domain, VPS, maupun 
colocation server memiliki persyaratan yang hampir sama, 
yaitu: 
1. Pihak yang boleh mendapatkan layanan ini adalah 
organisasi bukan perseorangan, seperti unit, fakultas, 
jurusan, himpunan, UKM, dan kegiatan yang berjalan 
di ITS.  
2. Untuk mengajukan layanan ini harus mengajukan surat 
permohonan terlebih dahulu yang ditujukan kepada 
Kepala Direktorat Pengembangan Teknologi Sistem 
Informasi (DPTSI). Kemudian surat tersebut harus 
mengetahui pejabat setempat. Di surat permohonan 
tersebut harus tercantum pula nama contact person dari 
pemohon, baik itu nama, no hp, dan alamat email ITS 
yang dimiliki. Untuk template surat ini dapat diunduh 
di website DPTSI. 
 
Kemudian khusus untuk colocation server, terdapat persyaratan 
lagi untuk server yang dititipkan, yaitu harus bertipe rack. 
Namun, untuk spesifikasi server yang akan digunakan 
sebaiknya dilakukan diskusi terlebih dahulu dengan pihak 
Subdirektorat Infrastruktur dan Keamanan Sistem Informasi 
agar tidak salah dan tidak terbuang sia-sia server yang telah 
dibeli. 
5.2.4.4. Alur Proses Layanan Saat Ini 
Alur proses digunakan dalam keempat layanan yang 
disediakan, yaitu web hosting, domain, VPS, dan colocation 
server adalah hampir sama. Proses tersebut dimulai dengan 
permohonan layanan ke Subdirektorat Layanan. Kemudian dari 
Subdirektorat Layanan akan diproses dengan cara 
didisposisikan atau diteruskan kepada pihak yang sesuai dengan 
job description yang telah diberikan. Adapun lebih detail dari 
alur proses terkait layanan tersebut dapat diketahui pada 





web hosting, dan VPS, Gambar 5.4 mengenai alur proses reset 
password, dan Gambar 5.5. mengenai alur proses pengajuan 











































LTSI bagian domain 











layanan yang dimiliki 




kepada LTSI telah 
selesai dibuat 
Gambar 5. 3 Alur proses pengajuan layanan domain, web hosting, dan VPS 
Unit kerja mengajukan 







LTSI bagian domain 







layanan yang diminta 
Unit kerja/organisasi 
dapat masuk ke 
dalam layanan 
kembali 




kepada LTSI telah 
selesai dilakukan 



















Hasil wawancara yang telah dilakukan dapat dilihat pada 
Lampiran B. 
5.2.4.5. Sumber Daya Manusia yang Terlibat 
Aktor yang terlibat pada pengelolaan layanan web hosting, 
domain, VPS, dan colocation server, antara lain staf 
Subdirektorat Layanan Teknologi dan Sistem Informasi bagian 
service desk, staf Subdirektorat Layanan Teknologi dan Sistem 
Informasi bagian web hosting dan domain, staf Subdirektorat 
Infrastruktur dan Keamanan Teknologi Informasi, dan admin 
dari unit kerja/organisasi terkait. Aktor-aktor tersebut 
mempunyai peran-peran tertentu sesuai dengan tupoksi yang 
dibebankan. Adapun penjabaran mengenai peran dari aktor 
tersebut dapat dilihat pada Tabel 5.18. 
 
Tabel 5. 15 Sumber daya manusia yang terlibat 




Sebagai aktor yang menerima permohonan dan 
keluhan layanan. Selain itu, sebagai penyalur 
informasi permohonan dan keluhan layanan ke 
pihak yang bersangkutan. 
Staff Subdit 
LTSI bagian web 
Sebagai orang yang bertanggung jawab dalam 
melakukan pendokumentasian terkait layanan 
yang terkait. Selain itu, sebagai penyalur 































Nama Aktor Peran 
hosting dan 
domain 
informasi terkait layanan tersebut dengan 
pihak-pihak terkait. 
Staff Subdit IKTI Sebagai orang yang bertanggung jawab dalam 
melakukan pembuatan layanan tersebut dan 




Sebagai orang yang bertanggung jawab dalam 
pengembangan layanan yang dimiliki oleh 
masing-masing unit kerja/organisasi. Selain 
itu, sebagai penanggung jawab dari unit 
kerja/organisasi yang dapat dihubungi oleh 
pihak DPTSI. 
5.2.4.6. Kebijakan yang Berlaku 
Pada Masterplan TIK 2013-2017 terdapat rencana-rencana ke 
depan mengenai tata kelola TSI yang dimiliki oleh DPTSI. 
Adapun yang menjadi acuan tata kelola yang dibuat adalah ISO 
27000. Kemudian untuk kebijakan yang selama ini berlaku di 
DPTSI mengenai layanan tersebut hanya sebatas alur pengajuan 
tanpa ada alur untuk pengelolaan lebih lanjut. 
5.2.4.7. Teknologi yang Digunakan 
Dalam mengelola layanan tersebut, tentu tidak dapat dilepaskan 
dari penggunaan teknologi. Saat ini, DPTSI sudah 
menggunakan teknologi sistem informasi, yaitu hardware, 
software, data, people, network, dan procedure. Namun, dalam 
penggunaannya masih terdapat beberapa yang dilakukan secara 
manual dan sebagian besar sudah dilakukan dengan 
memanfaatkan teknologi tersebut tetapi tidak terintegrasi. 
Adapun pelaksanaan yang dilakukan secara manual adalah 
pencatatan mengenai dokumentasi histori dan data dari user 
unit kerja/organisasi. Kemudian, teknologi yang sudah 






5.2.4.8. Permasalahan Terkait Layanan 
Dalam pelaksanaan pengelolaan layanan ini, tentulah tidak 
terlepas dari permasalahan yang terjadi. Adapun permasalahan-
permasalahan yang terjadi terkait kondisi proses bisnis saat ini, 
antara lain: 
- Resource hardware yang terbatas. Oleh karena itu, saat ini 
terdapat kebijakan baru untuk menggunakan VPS. 
- Terdapat pengguna yang belum memanfaatkan secara 
maksimal  layanan yang telah dibuat atau disediakan oleh 
pihak DPTSI. 
- Contact person yang tidak dapat dihubungi, terutama ketika 
terjadi pergantian kepengurusan dan terutama untuk 
kalangan organisasi mahasiswa. 
- Seringkali apabila terjadi insiden diketahui terlebih dahalu 
oleh pihak eksternal DPTSI/pihak luar baru kemudian 
pihak internal DPTSI. 
- Banyak insiden yang terjadi terkait website yang 
dikembangkan itu mengalami down dan terkena serangan 
hack karena disebabkan penggunaan konten dari masing-
masing unit kerja/organisasi. Bisa jadi konten tersebut 
adalah konten dari segi isi maupun konten dari tampilan 
website yang digunakan adalah gratis. 
- Terdapat beberapa insiden yang terkait request reset 
password.  
- Tidak adanya transfer ilmu mengenai layanan yang telah 
didapatkan kepada pengurus selanjutnya. 
 
Itulah beberapa permasalahan yang dihadapi oleh pihak DPTSI 
berkenaan layanan ini. 
5.2.5. Kondisi Ekpektasi 
Pada bagian ini akan menjelaskan mengenai hasil penggalian 
data mengenai kondisi ekspektasi yang diinginkan mengenai 
pengelolaan web hosting, domain, dan colocation server. Hasil 
ini didapatkan dari wawancara yang dilakukan kepada Bu 





Layanan serta Pak Royyan dan Pak Wicaksono selaku kepala 
dan staf Subdirektorat Infrastruktur dan Keamanan Informasi. 
5.2.5.1. Paket Layanan Web Hosting 
Untuk berkaitan dengan layanan web hosting yang disediakan 
oleh DPTSI, untuk ekspektasi yang diinginkan oleh pihak 
DPTSI adalah tetap dengan keadaan seperti saat ini. Hal ini 
berarti bahwa selama ini paket layanan yang disediakan sudah 
cocok dan tidak perlu dilakukan perbaikan. 
5.2.5.2. Peraturan Nama Domain 
Berkaitan dengan peraturan nama domain yang digunakan saat 
ini, sebenarnya sudah sesuai dengan kebijakan yang berlaku. 
Namun, sempat terdapat wacana bahwa peraturan nama domain 
yang akan digunakan akan berubah menjadi *.its.ac.id. Hal ini 
dilakukan agar seluruh domain yang terdaftar di DPTSI dapat 
terlindungi oleh sistem keamanan (SSL) yang dimiliki oleh 
DPTSI. Kemudian, untuk nama domain yang memiliki 
ketentuan *.*.its.ac.id, seperti yang berlaku pada nama kegiatan 
di jurusan (namakegiatan.domainjurusan.its.ac.id), akan 
berubah menjadi *-*.its.ac.id (namakegiatan-
domainjurusan.its.ac.id). 
5.2.5.3. Persyaratan 
Persyaratan yang perlu dipenuhi oleh calon pengguna, antara 
lain: 
1. Pihak yang boleh mendapatkan layanan ini adalah organisasi 
bukan perseorangan, seperti unit, fakultas, jurusan, 
himpunan, UKM, dan kegiatan yang berjalan di ITS.  
2. Untuk mengajukan layanan ini harus mengajukan surat 
permohonan terlebih dahulu yang ditujukan kepada Kepala 
Direktorat Pengembangan Teknologi Sistem Informasi 
(DPTSI). Kemudian surat tersebut harus mengetahui pejabat 
setempat. Di surat permohonan tersebut harus tercantum 
pula nama contact person dari pemohon, baik itu nama, no 
hp, dan alamat email ITS yang dimiliki. Untuk template 






Kemudian khusus untuk colocation server, terdapat 
persyaratan lagi untuk server yang dititipkan, yaitu harus 
bertipe rack. Namun, untuk spesifikasi server yang akan 
digunakan sebaiknya dilakukan diskusi terlebih dahulu 
dengan pihak Subdirektorat Infrastruktur dan Keamanan 
Sistem Informasi agar tidak salah dan tidak terbuang sia-sia 
server yang telah dibeli. Kemudian terkait tipe ini dapat 
berubah tergantung tempat yang akan disediakan oleh pihak 
DPTSI. 
5.2.5.4. Alur Proses Layanan 
Tabel 5.16 menunjukkan kondisi ekspektasi mengenai alur 
proses layanan domain, Tabel 5.17 menunjukkan kondisi 
ekspektasi mengenai alur proses web hosting, Tabel 5.18 untuk 
layanan VPS, dan Tabel 5.19 untuk layanan colocation server. 
Kondisi ekspektasi ini diambil berdasarkan standar yang diacu, 
yaitu ISO 27002:2013, Pengelola Nama Domain Internet 
Indonesia (PANDI), dan best practice dari Perguruan Tinggi 
lainnya. 
 
Tabel 5. 16 Alur proses ekpektasi layanan domain 





Pemohon (unit kerja/organisasi) 
mengirim surat permohonan 
pembuatan domain yang 
ditandatangani oleh 
ketua/penanggung jawab dengan 
diketahui oleh pejabat setempat. 
Data yang perlu tercantum di surat 
permohonan adalah nama lengkap, 
no hp, email instansi dari 
penanggung jawab. Kemudian 
surat permohonan tersebut 




Terdapat diskusi antara pengguna 
dengan penyedia layanan 





Tahapan Aktivitas Kondisi Ekpektasi 





Pemohon memilih domain yang 
diinginkan sesuai dengan isi 
website secara keseluruhan. Nama 
domain yang digunakan harus 
sesuai dengan peraturan penulisan 
domain yang berlaku. Kemudian, 
penyedia layanan akan 
mengeceknya ketersediaan nama 
domain tersebut. Apabila nama 
domain telah digunakan, maka 
penyedia layanan akan 
menginformasikan kepada 
pemohon untuk menggantinya. 
Hal ini akan berulang hingga nama 
domain yang dipilih telah tersedia. 
Create Registrasi Setelah nama domain sudah 
sesuai, maka penyedia layanan 
akan memprosesnya dengan 
memasukkan permohonan 
tersebut. 
Perjanjian Terdapat perjanjian antara kedua 
belah pihak. Perjanjian ini berupa 
kontrak yang berisikan jangka 
waktu layanan tersebut digunakan 
dan peraturan-peraturan yang 
harus dipatuhi oleh pemohon. 
Instalasi Penyedia layanan membuatkan 
domain sesuai dengan IP yang 
dituju. Setelah selesai dibuat, maka 
penyedia layanan akan 
menginfokan kepada pemohon 
bahwa domain telah selesai dibuat. 
Manage Desain dan 
pengembangan 
Pengguna dapat mendesain dan 
mengembangkan website yang 
dimiliki sesuai dengan peraturan-





Tahapan Aktivitas Kondisi Ekpektasi 
Proteksi 
keamanan 
Penyedia layanan menyisipkan 
SSL di domain yang dimiliki 








Penyedia layanan dapat mengecek 
secara berkala mengenai traffic 
network dan konten yang terdapat 
di dalam website yang memiliki 
domain ITS tersebut. Pengecekan 
dapat dilakukan secara mobile. 
Selain itu, adanya pembaruan 
contact person dalam kurun waktu 






Apabila pengguna merasa ingin 
memperpanjang penggunaan 
domain tersebut, maka pengguna 
dapat melakukan perpanjangan 
kontrak. Namun, apabila pengguna 
tidak melakukan perpanjangan 
kontrak, penyedia layanan berhak 
melakukan penghentian layanan 
sesuai dengan waktu yang 
disepakati. Selain itu, apabila 
pengguna merasa penggunaan 
domain tersebut sudah cukup dan 
tidak ingin melanjutkannya, 
pengguna dapat mengajukan surat 
permohonan untuk menghentikan 
layanan tersebut. 
   
Tabel 5. 17 Alur proses ekspektasi terkait layanan web hosting 
Tahapan Aktivitas Kondisi Ekspektasi 
Plan Pengajuan 
layanan 
Pemohon (unit kerja/organisasi) 
mengirim surat permohonan 
pembuatan web hosting yang 
ditandatangani oleh 
ketua/penanggung jawab dengan 





Tahapan Aktivitas Kondisi Ekspektasi 
Data yang perlu tercantum di surat 
permohonan adalah nama lengkap, 
no hp, email instansi dari 
penanggung jawab. Kemudian 
surat permohonan tersebut 




Terdapat diskusi antara pengguna 
dengan penyedia layanan 
mengenai perencanaan web 





Nama domain harus sudah sesuai 
dengan peraturan nama domain 





Dari diskusi yang telah dilakukan 
sebelumnya, maka akan diketahui 
rencana penggunaan dari web 
hosting tersebut. Penyedia layanan 
akan menyarankan kepada 
pemohon tentang space dari web 
hosting yang dapat diberikan 
kepada pemohon. 
Create Registrasi Setelah nama domain dan paket 
web hosting telah disepakati, maka 




Perjanjian Terdapat perjanjian antara kedua 
belah pihak. Perjanjian ini berupa 
kontrak yang berisikan jangka 
waktu layanan tersebut digunakan 
dan peraturan-peraturan yang 
harus dipatuhi oleh pemohon. 
Instalasi Penyedia layanan membuatkan 
web hosting dengan kapasitas 





Tahapan Aktivitas Kondisi Ekspektasi 
kesepakatan sebelumnya. Setelah 
selesai dibuat, maka penyedia 
layanan akan menginfokan kepada 
pemohon mengenai username dan 
password yang digunakan untuk 
dapat mengaksesnya. 
Manage Desain dan 
pengembangan 
Pengguna dapat mendesain dan 
mengembangkan website yang 
dimiliki sesuai dengan peraturan-
peraturan yang berlaku. 
Proteksi 
keamanan 
Penyedia layanan menyisipkan 
SSL di domain yang dimiliki 
sehingga domain dari pengguna 
tersebut aman. Konten yang dapat 
diunggah ke dalam FTP adalah 







Penyedia layanan dapat mengecek 
secara berkala mengenai traffic 
network dan konten yang terdapat 
di dalam hosting tersebut. 
Pengecekan dapat dilakukan 
secara mobile. Selain itu, adanya 
pembaruan contact person dalam 
kurun waktu tertentu sehingga 





Apabila pengguna merasa ingin 
memperpanjang penggunaan web 
hosting tersebut, maka pengguna 
dapat melakukan perpanjangan 
kontrak. Namun, apabila pengguna 
tidak melakukan perpanjangan 
kontrak, penyedia layanan berhak 
melakukan penghentian layanan 
sesuai dengan waktu yang 
disepakati. Selain itu, apabila 
pengguna merasa penggunaan web 
hosting tersebut sudah cukup dan 
tidak ingin melanjutkannya, 





Tahapan Aktivitas Kondisi Ekspektasi 
permohonan untuk menghentikan 
layanan tersebut. 
  
Tabel 5. 18 Alur proses layanan VPS 
Tahapan Aktivitas Kondisi Ekspektasi 
Plan Pengajuan 
layanan 
Pemohon (unit kerja/organisasi) 
mengirim surat permohonan 
pembuatan VPS yang 
ditandatangani oleh 
ketua/penanggung jawab dengan 
diketahui oleh pejabat setempat. 
Data yang perlu tercantum di surat 
permohonan adalah nama lengkap, 
no hp, email instansi dari 
penanggung jawab. Kemudian 
surat permohonan tersebut 
dikirimkan ke email penyedia 




Terdapat diskusi antara pengguna 
dengan penyedia layanan 
mengenai perencanaan VPS 





Nama domain harus sudah sesuai 
dengan peraturan nama domain 
yang telah ditetapkan oleh 
penyedia layanan. Karena VPS ini 
akan dilakukan pembagian sesuai 
dengan kebutuhan dari masing-
masing unit kerja, maka setiap ada 
pembagian di dalam VPS tersebut 
nama domain yang digunakan 
harus didaftarkan ke bagian 
penyedia layanan. 
Create Registrasi Setelah paket VPS telah 
disepakati, maka penyedia layanan 





Tahapan Aktivitas Kondisi Ekspektasi 
memasukkan permohonan 
tersebut. 
Perjanjian Terdapat perjanjian antara kedua 
belah pihak. Perjanjian ini berupa 
kontrak yang berisikan jangka 
waktu layanan tersebut digunakan 
dan peraturan-peraturan yang 
harus dipatuhi oleh pemohon. 
Instalasi Penyedia layanan membuatkan 
VPS dengan kapasitas database 
yang sesuai dengan kesepakatan 
sebelumnya. Setelah selesai 
dibuat, maka penyedia layanan 
akan menginfokan kepada 
pemohon mengenai username dan 
password yang digunakan untuk 
dapat mengaksesnya. 
Manage Desain dan 
pengembangan 
Pengguna dapat mendesain dan 
mengembangkan website yang 
dimiliki sesuai dengan peraturan-
peraturan yang berlaku. 
Proteksi 
keamanan 
Penyedia layanan menyisipkan 
SSL di domain yang dimiliki 
sehingga domain dari pengguna 
tersebut aman. Konten yang dapat 
diunggah ke dalam FTP adalah 







Penyedia layanan dapat mengecek 
secara berkala mengenai traffic 
network dan konten yang terdapat 
di dalam  tersebut. Pengecekan 
dapat dilakukan secara mobile. 
Selain itu, adanya pembaruan 
contact person dalam kurun waktu 




Apabila pengguna merasa ingin 
memperpanjang penggunaan VPS 





Tahapan Aktivitas Kondisi Ekspektasi 
penghentian 
kontrak 
melakukan perpanjangan kontrak. 
Namun, apabila pengguna tidak 
melakukan perpanjangan kontrak, 
penyedia layanan berhak 
melakukan penghentian layanan 
sesuai dengan waktu yang 
disepakati. Selain itu, apabila 
pengguna merasa penggunaan 
VPS tersebut sudah cukup dan 
tidak ingin melanjutkannya, 
pengguna dapat mengajukan surat 
permohonan untuk menghentikan 
layanan tersebut. 
 
Tabel 5. 19 Alur proses layanan colocation server 
Tahapan Aktivitas Kondisi Ekspektasi 
Plan Inventory of 
assets 
Penyedia layanan harus menentukan 
spesifikasi dari server yang dapat 
dititipkan di DPTSI. 
Ownership of 
assets 
Penyedia layanan melakukan 
pelabelan dan inventarisasi, 
penyedia layanan harus melakukan 
peninjuan mengenai batasan akses 
dan klasifikasi aset penting secara 
berkala. 
Acceptable 
use of assets 
Terdapat aturan mengenai 
penggunaan yang dapat diterima 
dari informasi dan aset yang dapat 
diakses. 
Do Secure log-on 
procedures 
Kebijakan kontrol akses, akses ke 
sistem dan aplikasi harus dikontrol 





Password yang digunakan harus 
interaktif dan pengguna harus 
memastikan kualitas dari password. 
Protection 
from malware 
Pengguna harus menerapkan 





Tahapan Aktivitas Kondisi Ekspektasi 








Pengguna harus melakukan testing 
dari fungsionalitas proses, prosedur, 
dan kontrol keberlanjutan keamanan 
informasi. 
Act Backup User harus melakukan backup 
informasi, software, dan sistem 
gambar secara terus-menerus sesuai 
dengan kebijakan backup. 
Return of 
assets 
Penyedia layanan mengembalikan 
server yang dititipkan sesuai dengan 
waktu yang disepakati dan server 
yang dititipkan harus kembali sesuai 
dengan barang yang dititipkan pada 
saat pertama kali. Selain itu, 
informasi yang ada di dalamnya 
harus tetap utuh. 
5.2.5.5. Sumber Daya Manusia 
Sumber daya manusia yang dibutuhkan untuk melakukan 
seluruh pengelolaan layanan ini adalah sejumlah 6 orang, 
dengan rincian 1 orang helpdesk, 1 orang staf Subdirektorat 
Layanan Teknologi dan Sistem Informasi bagian layanan web 
hosting dan domain, 1 orang staf Subdirektorat Infrastruktur 
dan Keamanan Teknologi Informasi bagian hardware, 1 orang 
staf Subdirektorat Infrastruktur dan Keamanan Teknologi 
Informasi bagian sistem atau software, 1 orang staf 
Subdirektorat Infrastruktur dan Keamanan Teknologi Informasi 
bagian pencatatan, dan 1 orang admin dari masing-masing unit 
kerja/organisasi. Namun, untuk admin dan/atau contact person 
dari masing-masing unit kerja/organisasi harus selalu aktif 
untuk mengecek email ITS yang digunakan. Karena resources 
yang dimiliki oleh DPTSI adalah terbatas, oleh karena itu 






Ekspestasi mengenai kebijakan yang berlaku adalah SOP ini 
berhasil dibuat dengan agar memiliki SOP yang tertulis 
mengenai pengelolaan layanan tersebut. SOP yang dibuat harus 
sesuai dengan Masterplannya TSI 2013-2017. Agar 
mendukung ketercapaian dari ITS. 
5.2.5.7. Teknologi 
Teknologi yang kemungkinan berperan terhadap layanan 
tersebut, antara lain simdom.its.ac.id, platform yang sebagai 
sarana komunikasi antara kedua subdit, dan formulir yang 
digunakan harus bisa dibuat menjadi formulir online. 
5.2.5.8. Harapan Mendatang 
Harapan mendatang terkait pengelolaan layanan yang menjadi 
fokus pada penilitian ini, antara lain: 
- Terdapat prosedur tertulis mengenai pengelolaan layanan 
ini sehingga dapat mengetahui bagaimana cara untuk 
mengajukan permohonan layanan dan mengelolanya. 
- Terdapat peraturan tertulis terkait konten dari masing-
masing yang dikelola oleh masing-masing user unit 
kerja/organisasi. 
- User (contact person) harus sering melakukan pengecekan 
email ITS yang dimiliki. 
- DPTSI dapat melakukan monitoring terkait domain yang 
telah terdafar di database apakah terjadi down dan lain 
sebagainya. 
- Terdapat notifikasi bahwa perlu dilakukan pengecekan 
terhadap domain tertentu agar dapat dilakukan upgrade. 
- Formulir yang dibuat pada SOP ini harus bisa 
diaplikasikan ke online. 
- Layanan beralih ke VPS karena keterbatasan server yang 
dimiliki di web hosting. 
- Contact person dari unit kerja/organisasi bersangkutan 
selalu update. 
- Terdapat prosedur mengenai pemantauan layanan yang 





maka pihak DPTSI yang mengetahui terlebih dahulu 
daripada pihak di luar DPTSI. 
5.4. Hasil Review Dokumen 
Pada perancangan telah disebutkan bahwa salah satu cara untuk 
melakukan penggalian data adalah dengan diadakannya review 
dokumen arsip yang dimiliki oleh pihak DPTSI. Sebelumnya, 
peneliti membuat daftar dokumen yang ingin diketahui. Adapun 
daftar dokumen tersebut dapat dilihat pada Tabel 5.20. 
  
Tabel 5. 20 Daftar dokumen yang ingin diketahui 
No Nama Dokumen Realita 
1 Peraturan Rektor ITS Ada 
2 Tupoksi dari DPTSI Ada 
3 Dokumen data domain Ada 
4 Dokumen histori domain Ada 
5 SOP mengenai layanan Tidak ada 
6 Surat permohonan pembuatan layanan Ada 
7 Surat permohonan untuk reset password Ada 
8 Surat serah terima barang Ada 
 
Adapun dokumen arsip yang berhasil direview oleh peneliti, 
antara lain dokumen Peraturan Rektor Institut Teknologi 
Sepuluh Nopember Nomor 10 Tahun 2016, Proses Bisnis 
DPTSI, Data Domain, Histori Domain, Berita Acara Tentang 
Serah Terima Barang, Surat Permohonan Pembuatan Domain 
dan Webhosting, dan Surat Permohonan Reset Password. 
 
Bukti arsip dokumen telah terlampir pada Lampiran E. 
 
1. Peraturan Rektor Institut Teknologi Sepuluh 
Nopember Nomor 10 Tahun 2016 
Peraturan Rektor ITS No 10 Tahun 2016 berisi tentang 
organisasi dan tata kerja dari ITS. Peraturan ini terdiri dari 
16 bab yang dibagi ke dalam 173 pasal. Peraturan 
mengenai Direktorat Pengembangan Teknologi dan 
Sistem Informasi berada di BAB VI, di bawah Wakil 





dari DPTSI, yaitu lebih tepatnya Pasal 62 – 68. Pada 
Peraturan Rektor ini telah disebutkan bahwa DPTSI terdiri 
atas Subdirektorat Infrastruktur dan Kemananan 
Teknologi Informasi, Subdirektorat Pengembangan Sistem 
Informasi, dan Subdirektorat Layanan Teknologi dan 
Sistem Informasi.  
 
2. Proses Bisnis DPTSI 
Dari Peraturan Rektor yang telah ditentukan sebelumnya, 
selanjutnya terdapat dokumen yang berisi tentang proses 
bisnis yang dimiliki oleh DPTSI. Dokumen ini 
menyatakan bahwa pengembangan dan pengelolaan 
bidang teknologi dan sistem informasi di ITS adalah 
tanggung jawab dari Direktorat Pengembangan Teknologi 
dan Sistem Informasi dengan cakupan yang harus dipenuhi 
adalah mengelola risiko, pemenuhan, dan keberlanjutan 
dari operasi yang dimiliki oleh perusahaan. Secara garis 
besar proses bisnis yang dimiliki oleh DPTSI dibagi 
menjadi 5 proses yang kemudian akan didetailkan per 
itemnya. Adapun kelima proses tersebut, antara lain 
penyiapan perumusan kebijakan pengembangan, standar 
mutu, pelaksanaan pengembangan, pengawasan dan 
pemantauan, evaluasi, pemeliharaan, dan pelaporan di 
bidang teknologi dan sistem informasi; pengelolaan dan 
pengembangan infrastruktur dan keamanan informasi; 
pengelolaan dan pengembangan sistem informasi; 
pengelolaan dan pengembangan layanan sistem dan 
teknologi informasi; dan pengelolaan administrasi 
organisasi. 
 
3. Data Domain 
Dokumen arsip mengenai data domain ini dilakukan ke 
dalam 2 cara, yaitu dilakukan di simdom.its.ac.id dan 
dilakukan secara manual dengan menggunakan excel. Data 
domain yang dimiliki data domain yang tercatat sejak 
tahun 2011. Adapun data yang terdapat pada dokumen 





instansi, no telepon, nama domain yang digunakan, jenis 
domain, kapasitas database, IP domain, dan tanggal 
dilakukannya perekapan. 
 
4. Histori Domain 
Sama halnya dengan data domain, histori domain ini juga 
tercatat  lengkap mulai tahun 2011. Histori ini dapat 
diakses di simdom.its.ac.id. Adapun data-data yang 
terdapat di dalamnya, antara lain penanggung jawab, 
instansi, tanggal pengajuan, kapasitas, tanggal surat, 
nomor surat, tanggal acc, tanggal dibuatkan, tanggal 
konfirmasi, proses, IP domain, dan keterangan yang 
berkaitan dengan hostori tersebut. 
 
5. Berita Acara Tentang Serah Terima Barang 
Berita acara ini digunakan untuk setiap ada barang yang 
keluar ke dan masuk dari DPTSI. Terkait dengan keempat 
layanan tersebut, berita acara ini digunakan untuk 
melakukan serah terima barang, yaitu server dalam 
layanan colocation server. Hal ini dilakukan sebagai tanda 
bahwa telah terjadi serah terima barang antara kedua belah 
pihak dan telah disetujui mengenai peraturan yang berlaku 
serta kedua belah pihak sudah mengetahui kondisi dari 
barang yang dititipkan. Pada layanan colocation, berita 
acara ini dilakukan ketika saat penyerahan server pertama 
kalinya untuk dititipkan dan ketika pengembalian server 
ketika layanan colocation telah berakhir. 
 
6. Surat Permohonan Pembuatan Domain dan 
Webhosting 
Dalam mengajukan setiap permohonan layanan, 
dibutuhkan adanya surat permohonan pengajuan 
pembuatan layanan tersebut. Begitu pula untuk pembuatan 
domain dan web hosting. Di sini terdapat contoh mengenai 
surat tersebut. Di dalam surat tersebut harus tercantum 
beberapa hal, antara lain nama instansi yang mengajukan 





ITS, dan no HP yang dapat dihubungi dari contact person 
pihak yang mengajukan. Surat tersebut harus berisikan 
perihal yang jelas juga dan ditujukan kepada Kepala 
DPTSI ITS serta harus diketahui oleh pejabat setempat. 
 
7. Surat Permohonan Reset Password 
Surat untuk permohonan reset password ini sebenarnya 
sama saja kontennya dengan surat permohonan pembuatan 
domain dan webhosting sebelumnya. Namun yang 
membedakan kedua hal tersebut adalah di bagian perihal 
surat. Pada surat permohonan pembuatan domain dan 
webhosting, perihal berisikan dengan Permohonan 
pembuatan domain dan webhosting sedangkan pada surat 
permohonan reset password ini, perihal berisikan 
Permohonan reset password WHS. 
5.5. Hasil Pengamatan Langsung 
Selain dengan cara wawancara dan review dokumen, salah satu 
cara penggalian data yang dilakukan adalah pengamatan 
langsung. Pengamatan langsung di sini dilakukan dengan cara 
melihat dan memperhatikan Bu Wiwin dalam melakukan 
pengentrian data untuk data domain. Adapun data yang perlu 
dimasukkan, antara lain: 
- nama penanggung jawab 
- nama instansi 
- no telp/hp 
- email ITS 
- tanggal pengajuan 
- nama domain 
- jenis domain (domain unit, domain fakultas, domain 
jurusan, domain kemahasiswaan/ormawa, domain 
seminar/workshop, dan domain lain-lain) 
- keperluan (perihal) 
- kapasitas (kuota DB) 
- tanggal surat 





- tanggal acc 
- tanggal dibuatkan 
- tanggal konfirmasi 
- lama proses 
- nama server (WHS, colocation) 
- IP domain 
- keterangan. 
5.6. Usulan Kebijakan Pengelolaan Layanan 
Setelah dilakukannya penggalian data, maka berikut ini 
beberapa usulan kebijakan pengelolaan layanan web hosting, 
domain, VPS, dan colocation server, antara lain: 
1. Menetapkan Standard Operating Prosedure (SOP) yang 
terkait pengelolaan layanan web hosting, domain, VPS, dan 
colocation server, mulai dari pembuatan hingga penutupan 
layanan. 
2. Menetapkan beberapa peraturan mengenai isi laman atau 
konten dari layanan yang digunakan. 
3. Direktorat Layanan Teknologi dan Sistem Informasi dan 
Direktorat Infrastruktur dan Keamanan Sistem Informasi 
saling berkoordinasi dalam melakukan pengelolaan layanan 
web hosting, domain, VPS, dan colocation server. 
4. Adanya kegiatan update contact person dari masing-
masing user unit kerja/organisasi dalam setiap kurun waktu 
tertentu (1 tahun sekali). 

























BAB VI  
HASIL DAN PEMBAHASAN 
Bab ini menjelaskan mengenai hasil yang didapatkan oleh 
peneliti dari implementasi penelitian. Selain itu, juga dilakukan 
pembahasan secara menyeluruh mengenai hasil yang 
didapatkan dari implementasi penelitian. 
6.1. Analisis Kesenjangan 
Analisis kesenjangan adalah aktivitas membandingkan antara 
kondisi proses bisnis saat ini dengan kondisi di masa yang akan 
datang, baik kondisi ekspektasi maupun kondisi ideal 
berdasarkan standar acuan. Untuk melakukan analisis ini, 
dimulai dengan memetakan kondisi proses bisnis saat ini 
dengan kondisi di masa yang akan datang  dan menggambarkan 
kedua kondisi tersebut. Selanjutnya, dari gambaran kondisi 
tersebut dapat diketahui perubahan yang terjadi, dampak, dan 
akhirnya dapat dilakukan pemberian solusi yang dapat 
dilakukan. Adapun pemetaan antara kondisi proses bisnis saat 
ini dengan kondisi di masa yang akan datang dapat dilihat pada 
Tabel 6.1 untuk layanan domain, Tabel 6.2 untuk layanan web 
hosting, Tabel 6.3 untuk layanan VPS, dan Tabel 6.4 untuk 






Tabel 6. 1 Analisis kesenjangan layanan domain 
Aktivitas Kondisi proses bisnis saat ini  
(as is) 





Unit kerja / organisasi dapat 
mengirimkan surat permohonan 
layanan ke pihak Subdirektorat 
Layanan untuk dicek kelengkapan 
data dari surat tersebut. Data 
penting yang perlu dicantumkan 
adalah nama contact person, no 
telepon yang dapat dihubungi, dan 
alamat email ITS. Selain itu, pada 
surat tersebut harus diketahui oleh 
pejabat setempat dengan dibuktikan 
adanya tanda tangan basah pada 
surat tersebut. Unit kerja/organisasi 
terkait mengirimkan surat 
permohonan layanan domain ke 
pihak Subdirektorat Layanan 
Teknologi dan Sistem Informasi 
(service desk). Surat permohonan 
akan didisposisikan dari service 
Pemohon (unit kerja/organisasi) 
mengirim surat permohonan 
pembuatan domain yang 
ditandatangani oleh 
ketua/penanggung jawab dengan 
diketahui oleh pejabat setempat. 
Data yang perlu tercantum di surat 
permohonan adalah nama lengkap, 
no hp, email instansi dari 
penanggung jawab. Kemudian 
surat permohonan tersebut 
dikirimkan ke email penyedia 
layanan beserta formulir 
pengajuan domain. 
Terdapat kebutuhan 
akan surat permohonan, 
formulir pengajuan 






Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
desk diproses oleh staf 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi dan 




Pihak Subdirektorat Layanan 
Teknologi dan Sistem Informasi 
dan Subdirektorat Infrastruktur dan 
Keamanan Informasi melakukan 
diskusi dengan unit kerja/organisasi 
mengenai penggunaa domain 
tersebut. 
Terdapat diskusi antara pengguna 
dengan penyedia layanan 
mengenai perencanaan domain 
tersebut ingin digunakan untuk 
apa. Diskusi dapat dilakukan 
dengan cara melalui online atau 
langsung. 
Dibutuhkan perjanjian 
antara kedua belah 
pihak untuk melakukan 
diskusi. Diskusi juga 
dapt dilakukan secara 




Unit kerja / organisasi yang 
bersangkutan mengajukan nama 
domain yang diinginkan sesuai 
dengan kebutuhan. Kemudian, 
Subdirektorat Layanan akan 
mengecek ketersediaan dari nama 
domain yang diinginkan dengan 
mengecek DNS. Apabila masih 
tersedia, maka unit kerja / 
Pemohon memilih domain yang 
diinginkan sesuai dengan isi 
website secara keseluruhan. Nama 
domain yang digunakan harus 
sesuai dengan peraturan penulisan 
domain yang berlaku. Kemudian, 
penyedia layanan akan 
mengeceknya ketersediaan nama 
domain tersebut. Apabila nama 
Dibutuhkan perjanjian 
antara kedua belah 
pihak untuk melakukan 
diskusi. Diskusi juga 
dapt dilakukan secara 





Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
organisasi berhak menggunakan 
nama domain tersebut. Namun 
apabila telah digunakan oleh user 
yang lain, maka unit kerja / 
organisasi tersebut harus mengganti 
nama domain tersebut dengan nama 
domain yang masih relevan dengan 
kebutuhan dan yang masih tersedia. 
domain telah digunakan, maka 
penyedia layanan akan 
menginformasikan kepada 
pemohon untuk menggantinya. 
Hal ini akan berulang hingga nama 
domain yang dipilih telah tersedia. 
Diskusi dapat dilakukan dengan 
cara melalui online atau langsung. 
Registrasi Subdirektorat Layanan Teknologi 
dan Sistem Informasi bagian web 
hosting dan domain memproses 
hasil diskusi dengan unit kerja / 
organisasi bersangkutan dengan 
mengentrikan data ke dalam 
simdom.its.ac.id dan dilakukan 
pencatatan manual ke dalam excel. 
Setelah nama domain sudah 
sesuai, maka penyedia layanan 




akan formulir untuk 
memasukkan data dari 
pemohon ke dalam 
sistem. 
Perjanjian Tidak ada perjanjian secara khusus, 
hanya surat permohonan layanan itu 
saja. 
Terdapat perjanjian antara kedua 
belah pihak. Perjanjian ini berupa 
kontrak yang berisikan jangka 
waktu layanan tersebut digunakan 
Terdapat perjanjian 
antara kedua belah 
pihak mengentai 





Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
dan peraturan-peraturan yang 
harus dipatuhi oleh pemohon. 
dan peraturan-peraturan 
yang harus dipatuhi). 
Instalasi Subdirektorat Layanan bagian web 
hosting dan domain mengirimkan 
pesan kepada Subdirektorat 
Infrastruktur dan Keamanan 
Informasi melalui mailing list. 
Pesan tersebut berisi tentang nama 
domain yang diinginkan dan alamat 
IP untuk web hosting yang 
digunakan oleh unit 
kerja/organisasi apabila unit 
kerja/organisasi tersebut hosting di 
luar ITS. Namun, apabila unit 
kerja/organisasi tersebut 
menggunakan hosting melalui 
DPTSI, maka tidak perlu 
disertakan. Setelah selesai dibuat, 
maka Subdirekorat Infrastruktur 
dan Keamanan Informasi akan 
menginformasikan ke 
Penyedia layanan membuatkan 
domain sesuai dengan IP yang 
dituju. Setelah selesai dibuat, 
maka penyedia layanan akan 
menginfokan kepada pemohon 
bahwa domain telah selesai dibuat. 
Diperlukan sistem yang 
terintegrasi antara 
Subdirektorat Layanan 














Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi bahwa 
domain yang telah dibuat. 
Selanjutnya, Subdirektorat Layanan 
akan menginformasikan kepada 
contact person unit kerja / 




Admin dari unit kerja / organisasi 
terkait dapat mendesain dan 
mengembangkan website yang 
dimiliki. 
Pengguna dapat mendesain dan 
mengembangkan website yang 
dimiliki sesuai dengan peraturan-
peraturan yang berlaku. 
Diperlukan peraturan-
peraturan yang 
mengatur tentang desain 
dan pengembangan dari 
website yang dimiliki, 




Pihak DPTSI hanya melakukan 
proteksi keamanan kepada domain 
*.its.ac.id. 
Penyedia layanan menyisipkan 
SSL di domain yang dimiliki 
sehingga domain dari pengguna 
tersebut aman. 
Diperlukan SSL untuk 
domain *.*.its.ac.id atau 
dilakukan perubahan 





Aktivitas Kondisi proses bisnis saat ini  
(as is) 






Pemantauan dilakukan sebulan 
sekali oleh pihak DPTSI untuk 
melihat apakah domain tersebut 
sudah dilakukan update konten atau 
belum. 
Penyedia layanan dapat mengecek 
secara berkala mengenai traffic 
network dan konten yang terdapat 
di dalam website yang memiliki 
domain ITS tersebut. Pengecekan 
dapat dilakukan secara mobile. 
Selain itu, adanya pembaruan 
contact person dalam kurun waktu 
tertentu sehingga tidak terjadi lost 
contact. 
Diperlukan suatu sistem 
aplikasi mobile yang 
dapa memantau dari 
availability website 
yang memiliki domain 
tersebut. Selain itu, 
dibutuhkan berita acara 
setiap terjadi insiden 
dan pembaruan contact 






Unit kerja / organisasi yang 
bersangkutan mengirimkan surat 
permohonan kepada Subdirektorat 
Layanan Teknologi dan Sistem 
Informasi. Kemudian, 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi memroses 
permohonan tersebut. Apabila 
terjadi perubahan nama domain 
atau penghentian kontrak, maka 
Apabila pengguna merasa ingin 
memperpanjang penggunaan 
domain tersebut, maka pengguna 
dapat melakukan perpanjangan 
kontrak. Namun, apabila 
pengguna tidak melakukan 
perpanjangan kontrak, penyedia 
layanan berhak melakukan 
penghentian layanan sesuai 
dengan waktu yang disepakati. 
Diperlukan formulir 
untuk pengajuan dan 
penghentian kontrak 
dari segi penyedia 





Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
Subdirektorat Layanan akan 
menyampaikan kepada pihak 
Subdirektorat Infrastruktur dan 
Keamanan Informasi untuk 
memprosesnya. 
Selain itu, apabila pengguna 
merasa penggunaan domain 
tersebut sudah cukup dan tidak 
ingin melanjutkannya, pengguna 
dapat mengajukan surat 
permohonan untuk menghentikan 
layanan tersebut. 
    
Tabel 6. 2 Analisis kesenjangan layanan web hosting 
Aktivitas Kondisi proses bisnis saat ini  
(as is) 






Unit kerja / organisasi dapat 
mengirimkan surat permohonan 
layanan ke pihak Subdirektorat 
Layanan untuk dicek kelengkapan 
data dari surat tersebut. Data 
penting yang perlu dicantumkan 
adalah nama contact person, no 
telepon yang dapat dihubungi, dan 
alamat email ITS. Selain itu, pada 
Pemohon (unit kerja/organisasi) 
mengirim surat permohonan 
pembuatan web hosting yang 
ditandatangani oleh 
ketua/penanggung jawab dengan 
diketahui oleh pejabat setempat. 
Data yang perlu tercantum di 
surat permohonan adalah nama 
lengkap, no hp, email instansi 
dari penanggung jawab. 
Terdapat kebutuhan akan 
scan tanda pengenal 
(pegawai/KTM) sebagai 
bukti bahwa penanggung 
jawab tersebut adalah 
pegawai / mahasiswa dari 
ITS. Selain itu, surat 





Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
surat tersebut harus diketahui oleh 
pejabat setempat dengan dibuktikan 
adanya tanda tangan basah pada 
surat tersebut. Unit kerja/organisasi 
terkait mengirimkan surat 
permohonan layanan domain dan 
hosting ke pihak Subdirektorat 
Layanan Teknologi dan Sistem 
Informasi (service desk). Surat 
permohonan akan didisposisikan 
dari service desk diproses oleh staf 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi dan 
Subdirektorat Infrastruktur dan 
Keamanan Informasi.  
 
User baru: 
Unit kerja/organisasi ingin 
melakukan penambahan space 
database, maka dapat membuat 
surat permohonan dan diserahkan 
Kemudian surat permohonan 
tersebut dikirimkan ke email 
penyedia layanan beserta scan 







Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
kepada Subdirektorat Layanan 
Teknologi dan Sistem Informasi. 
Perencanaan 
penggunaan 
Pihak Subdirektorat Layanan 
Teknologi dan Sistem Informasi 
dan Subdirektorat Infrastruktur dan 
Keamanan Informasi melakukan 
diskusi dengan unit kerja/organisasi 
mengenai penggunaa web hosting 
tersebut. 
Terdapat diskusi antara pengguna 
dengan penyedia layanan 
mengenai perencanaan web 
hosting tersebut ingin digunakan 
untuk apa. Diskusi dapat 
dilakukan dengan cara melalui 
online atau langsung. 
Dibutuhkan perjanjian 
antara kedua belah pihak 
untuk melakukan diskusi. 
Diskusi juga dapat 





Mengikuti alur dari permohonan 
pengajuan layanan domain. 
Nama domain harus sudah sesuai 
dengan peraturan nama domain 
yang telah ditetapkan oleh 
penyedia layanan. 
Dibutuhkan peraturan 






Unit kerja / organisasi dengan 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi melakukan 
diskusi terlebih dahulu mengenai 
paket web hosting yang cocok 
dengan kebutuhan unit kerja / 
organisasi. 
 
Dari diskusi yang telah dilakukan 
sebelumnya, maka akan 
diketahui rencana penggunaan 
dari web hosting tersebut. 
Penyedia layanan akan 
menyarankan kepada pemohon 
tentang space dari web hosting 
Dibutuhkan perjanjian 
antara kedua belah pihak 
untuk melakukan diskusi. 
Diskusi juga dapat 
dilakukan secara online 






Aktivitas Kondisi proses bisnis saat ini  
(as is) 





Unit kerja / organisasi dengan 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi melakukan 
diskusi terlebih dahulu mengenai 
paket web hosting yang cocok 
dengan kebutuhan unit kerja / 
organisasi. 
yang dapat diberikan kepada 
pemohon. 
paket web hosting yang 
berlaku (kondisi). 
Registrasi Subdirektorat Layanan Teknologi 
dan Sistem Informasi bagian web 
hosting dan domain memroses hasil 
diskusi dengan unit kerja / 
organisasi bersangkutan dengan 
mengentrikan data ke dalam 
simdom.its.ac.id dan dilakukan 
pencatatan manual ke dalam excel. 
Setelah nama domain dan paket 
web hosting telah disepakati, 




Terdapat kebutuhan akan 
formulir untuk 
memasukkan data dari 
pemohon ke dalam 
sistem. 
Perjanjian Tidak ada perjanjian secara khusus, 
hanya surat permohonan layanan itu 
saja. 
Terdapat perjanjian antara kedua 
belah pihak. Perjanjian ini berupa 
kontrak yang berisikan jangka 
waktu layanan tersebut 
Terdapat perjanjian 







Aktivitas Kondisi proses bisnis saat ini  
(as is) 




peraturan yang harus dipatuhi 
oleh pemohon. 
penggunaan layanan dan 
peraturan-peraturan yang 
harus dipatuhi). 
Instalasi Subdirektorat Layanan Teknologi 
dan Sistem Informasi bagian web 
hosting dan domain mengirimkan 
pesan kepada Subdirektorat 
Infrastruktur dan Keamanan 
Teknologi Informasi melalui 
mailing list. Pesan tersebut berisi 
tentang kebutuhan dari layanan 
yang diminta oleh unit 
kerja/organisasi. Kebutuhan 
tersebut, antara lain spesifikasi 
database yang dibutuhkan dan 
nama domain yang digunakan. 
Setelah selesai dibuat, maka 
Subdirekorat Infrastruktur dan 
Keamanan Teknologi Informasi 
akan menginformasikan ke 
Subdirektorat Layanan Teknologi 
Penyedia layanan membuatkan 
web hosting dengan kapasitas 
database yang sesuai dengan 
kesepakatan sebelumnya. Setelah 
selesai dibuat, maka penyedia 
layanan akan menginfokan 
kepada pemohon mengenai 
username dan password yang 




Diperlukan sistem yang 
terintegrasi antara 
Subdirektorat Layanan 





Informasi dan diperlukan 
formulir mengenai 
informasi tentang 





Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
dan Sistem Informasi berupa 
username dan password yang 
digunakan untuk login ke web 
hosting yang telah dibuat. 
Selanjutnya, Subdirektorat Layanan 
Teknologi dan Sistem Informasi 
akan menginformasikan kepada 
contact person unit kerja / 
organisasi terkait dengan username, 
password, dan cara menggunakan 
layanan tersebut melalui email ITS. 
Desain dan 
pengembangan 
Admin dari unit kerja / organisasi 
terkait dapat login ke FTP dengan 
menggunakan username dan 
password yang diberikan oleh 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi. Selanjutnya, 
admin dapat mendesain dan 
mengembangkan web hosting 
sesuai dengan kebutuhan dengan 
cara mengunggah desain yang telah 
Pengguna dapat mendesain dan 
mengembangkan website yang 
dimiliki sesuai dengan peraturan-
peraturan yang berlaku. 
Diperlukan peraturan-
peraturan yang mengatur 
tentang desain dan 
pengembangan dari 
website yang dimiliki, 






Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 




Pihak DPTSI hanya melakukan 
proteksi keamanan kepada domain 
*.its.ac.id. 
Penyedia layanan menyisipkan 
SSL di domain yang dimiliki 
sehingga domain dari pengguna 
tersebut aman. Konten yang 
dapat diunggah ke dalam FTP 
adalah konten yang legal. 
Diperlukan SSL untuk 
domain *.*.its.ac.id atau 
dilakukan perubahan 
ketentuan nama domain 
menjadi *-*.its.ac.id. 
Selain itu, terdapat 
kebijakan mengenai 
konten yang dapat dan 





Pemantauan dilakukan sebulan 
sekali oleh pihak DPTSI untuk 
melihat apakah web hosting 
tersebut sudah dilakukan update 
atau belum. 
Penyedia layanan dapat 
mengecek secara berkala 
mengenai traffic network dan 
konten yang terdapat di dalam 
hosting tersebut. Pengecekan 
dapat dilakukan secara mobile. 
Selain itu, adanya pembaruan 
contact person dalam kurun 
Diperlukan suatu sistem 
aplikasi mobile yang 
dapa memantau dari 
availability website yang 
memiliki domain 
tersebut. Selain itu, 
dibutuhkan berita acara 





Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
waktu tertentu sehingga tidak 
terjadi lost contact. 






Unit kerja / organisasi yang 
bersangkutan mengirimkan surat 
permohonan kepada Subdirektorat 
Layanan Teknologi dan Sistem 
Informasi. Kemudian, 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi memroses 
permohonan tersebut. Apabila 
terjadi perubahan segi spesifikasi 
atau penghentian kontrak, maka 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi akan 
menyampaikan kepada pihak 
Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi 
untuk memrosesnya. 
Apabila pengguna merasa ingin 
memperpanjang penggunaan web 
hosting tersebut, maka pengguna 
dapat melakukan perpanjangan 
kontrak. Namun, apabila 
pengguna tidak melakukan 
perpanjangan kontrak, penyedia 
layanan berhak melakukan 
penghentian layanan sesuai 
dengan waktu yang disepakati. 
Selain itu, apabila pengguna 
merasa penggunaan web hosting 
tersebut sudah cukup dan tidak 
ingin melanjutkannya, pengguna 
dapat mengajukan surat 
permohonan untuk menghentikan 
layanan tersebut. 
Diperlukan formulir 
untuk pengajuan dan 
penghentian kontrak dari 







Tabel 6. 3 Analisis kesenjangan layanan VPS 








Unit kerja / organisasi dapat 
mengirimkan surat permohonan layanan 
ke pihak Subdirektorat Layanan untuk 
dicek kelengkapan data dari surat 
tersebut. Data penting yang perlu 
dicantumkan adalah nama contact 
person, no telepon yang dapat 
dihubungi, dan alamat email ITS. Selain 
itu, pada surat tersebut harus diketahui 
oleh pejabat setempat dengan 
dibuktikan adanya tanda tangan basah 
pada surat tersebut. Unit 
kerja/organisasi terkait mengirimkan 
surat permohonan layanan VPS ke pihak 
Subdirektorat Layanan Teknologi dan 
Sistem Informasi (service desk). Surat 
permohonan akan didisposisikan dari 




pembuatan VPS yang 
ditandatangani oleh 
ketua/penanggung jawab 
dengan diketahui oleh 
pejabat setempat. Data yang 
perlu tercantum di surat 
permohonan adalah nama 
lengkap, no hp, email 
instansi dari penanggung 
jawab. Kemudian surat 
permohonan tersebut 
dikirimkan ke email 
penyedia layanan. 












Subdirektorat Layanan Teknologi dan 
Sistem Informasi dan Subdirektorat 
Infrastruktur dan Keamanan Informasi. 
 
User baru: 
Unit kerja/organisasi ingin melakukan 
penambahan space database, maka 
dapat membuat surat permohonan dan 
diserahkan kepada Subdirektorat 




Pihak Subdirektorat Layanan Teknologi 
dan Sistem Informasi dan Subdirektorat 
Infrastruktur dan Keamanan Informasi 
melakukan diskusi dengan unit 
kerja/organisasi mengenai penggunaa 
VPS tersebut. 
Terdapat diskusi antara 
pengguna dengan penyedia 
layanan mengenai 
perencanaan VPS tersebut 
ingin digunakan untuk apa. 
Dibutuhkan perjanjian 
antara kedua belah pihak 
untuk melakukan diskusi. 
Diskusi juga dapat 





Mengikuti alur dari permohonan 
pengajuan layanan domain. 
Nama domain harus sudah 
sesuai dengan peraturan 
nama domain yang telah 
ditetapkan oleh penyedia 
Dibutuhkan peraturan 
mengenai nama domain 
yang digunakan. Selain 










layanan. Karena VPS ini 
akan dilakukan pembagian 
sesuai dengan kebutuhan 
dari masing-masing unit 
kerja, maka setiap ada 
pembagian di dalam VPS 
tersebut nama domain yang 
digunakan harus didaftarkan 
ke bagian penyedia layanan. 
mengenai pengajuan 
domain yang telah 
dikelola masing-masing 
unit kerja/organisasi. 
Registrasi Subdirektorat Layanan Teknologi dan 
Sistem Informasi bagian web hosting 
dan domain memroses hasil diskusi 
dengan unit kerja / organisasi 
bersangkutan dengan mengentrikan data 
ke dalam simdom.its.ac.id dan 
dilakukan pencatatan manual ke dalam 
excel. 
Setelah paket VPS telah 
disepakati, maka penyedia 
layanan akan memrosesnya 
dengan memasukkan 
permohonan tersebut. 
Terdapat kebutuhan akan 
formulir untuk 
memasukkan data dari 
pemohon ke dalam 
sistem. 
Perjanjian Tidak ada perjanjian secara khusus, 
hanya surat permohonan layanan itu 
saja. 
Terdapat perjanjian antara 
kedua belah pihak. 
Perjanjian ini berupa kontrak 
yang berisikan jangka waktu 
Terdapat perjanjian 











layanan tersebut digunakan 
dan peraturan-peraturan 
yang harus dipatuhi oleh 
pemohon. 
penggunaan layanan dan 
peraturan-peraturan yang 
harus dipatuhi). 
Instalasi Subdirektorat Layanan Teknologi dan 
Sistem Informasi bagian web hosting 
dan domain mengirimkan pesan kepada 
Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi melalui 
mailing list. Pesan tersebut berisi 
tentang kebutuhan dari layanan yang 
diminta oleh unit kerja/organisasi. 
Kebutuhan tersebut adalah kapasitas 
server yang dialokasikan untuk unit 
kerja/oganisasi tersebut sesuai dengan 
diskusi sebelumnya. Setelah selesai 
dibuat, maka Subdirekorat Infrastruktur 
dan Keamanan Teknologi Informasi 
akan menginformasikan ke 
Subdirektorat Layanan Teknologi dan 
Sistem Informasi berupa username dan 
Penyedia layanan 
membuatkan VPS dengan 
kapasitas database yang 
sesuai dengan kesepakatan 
sebelumnya. Setelah selesai 
dibuat, maka penyedia 
layanan akan menginfokan 
kepada pemohon mengenai 
username dan password 
yang digunakan untuk dapat 
mengaksesnya. 
Diperlukan sistem yang 
terintegrasi antara 
Subdirektorat Layanan 





Informasi dan diperlukan 
formulir mengenai 
informasi tentang 











password yang digunakan untuk login 
ke VPS yang telah dibuat. Selanjutnya, 
Subdirektorat Layanan Teknologi dan 
Sistem Informasi akan 
menginformasikan kepada contact 
person unit kerja / organisasi terkait 
dengan username, password, dan cara 




Admin dari unit kerja / organisasi terkait 
dapat login ke VPS dengan 
menggunakan username dan password 
yang diberikan oleh Subdirektorat 
Layanan Teknologi dan Sistem 
Informasi. Selanjutnya, admin dapat 
membagi server dengan kapasitas 
tertentu untuk masing-masing website 
yang akan dikelolanya. Kemudian, 
admin dapat mendesain dan 
mengembangkan web hosting hasil yang 
telah dibagi tersebut sesuai dengan 
Pengguna dapat mendesain 
dan mengembangkan 




peraturan yang mengatur 
tentang desain dan 
pengembangan dari 
website yang dimiliki, 










kebutuhan dengan cara mengunggah 
desain yang telah dibuat sebelumnya ke 
dalam space tersebut. 
Proteksi 
keamanan 
Pihak DPTSI hanya melakukan proteksi 
keamanan kepada domain *.its.ac.id. 
Penyedia layanan 
menyisipkan SSL di domain 
yang dimiliki sehingga 
domain dari pengguna 
tersebut aman. Konten yang 
dapat diunggah ke dalam 
FTP adalah konten yang 
legal. 
Diperlukan SSL untuk 
domain *.*.its.ac.id atau 
dilakukan perubahan 
ketentuan nama domain 
menjadi *-*.its.ac.id. 
Selain itu, terdapat 
kebijakan mengenai 
konten yang dapat dan 






Pemantauan dilakukan sebulan sekali 
oleh pihak DPTSI untuk melihat apakah 
web hosting tersebut sudah dilakukan 
update atau belum. 
Penyedia layanan dapat 
mengecek secara berkala 
mengenai traffic network 
dan konten yang terdapat di 
dalam  tersebut. Pengecekan 
dapat dilakukan secara 
mobile. Selain itu, adanya 
Diperlukan suatu sistem 
aplikasi mobile yang 
dapa memantau dari 
availability website yang 
memiliki domain 
tersebut. Selain itu, 










pembaruan contact person 
dalam kurun waktu tertentu 
sehingga tidak terjadi lost 
contact. 
setiap terjadi insiden dan 
pembaruan contact 






Unit kerja / organisasi yang 
bersangkutan mengirimkan surat 
permohonan kepada Subdirektorat 
Layanan Teknologi dan Sistem 
Informasi. Kemudian, Subdirektorat 
Layanan Teknologi dan Sistem 
Informasi memroses permohonan 
tersebut. Apabila terjadi perubahan segi 
spesifikasi atau penghentian kontrak, 
maka Subdirektorat Layanan Teknologi 
dan Sistem Informasi akan 
menyampaikan kepada pihak 
Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi untuk 
memrosesnya. 
Apabila pengguna merasa 
ingin memperpanjang 
penggunaan VPS tersebut, 
maka pengguna dapat 
melakukan perpanjangan 
kontrak. Namun, apabila 
pengguna tidak melakukan 
perpanjangan kontrak, 
penyedia layanan berhak 
melakukan penghentian 
layanan sesuai dengan waktu 
yang disepakati. Selain itu, 
apabila pengguna merasa 
penggunaan VPS tersebut 
sudah cukup dan tidak ingin 
melanjutkannya, pengguna 
dapat mengajukan surat 
Diperlukan formulir 
untuk pengajuan dan 
penghentian kontrak dari 














Tabel 6. 4 Analisis kesenjangan layanan colocation server 
Aktivitas Kondisi proses bisnis saat ini  
(as is) 






Unit kerja mengajukan surat 
permohonan layanan colocation 
server kepada Kepala DPTSI 
melalui service desk. Kemudian, 
service desk akan mendisposisikan 
ke Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi 
untuk dilakukan proses lebih lanjut. 
Kemudian dilakukan diskusi lebih 
lanjut mengenai spesifikasi server 
yang dibutuhkan oleh user sesuai 
dengan kebutuhannya. 
 
Unit kerja mengajukan surat 
permohonan layanan, formulir 
pengajuan colocation, dan 
mengirimkannya melalui 
email. Penyedia layanan harus 
menentukan spesifikasi dari 




server yang dapat 







Aktivitas Kondisi proses bisnis saat ini  
(as is) 




Jika ingin menambah server yang 
dicolo, maka dilakukan diskusi 
terlebih dahulu antara user dengan 
pihak Subdirektorat Infrastruktur 
dan Keamanan Teknologi Informasi 
mengenai spesifikasi server yang 
sesuai dengan kebutuhan. 
Ownership of 
assets 
Unit kerja menyerahkan server yang 
dimilikinya ke DPTSI melalui 
Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi. 
Kemudian subdirektorat mencatat 
spesifikasi dari server yang 
dititipkan dan asal unit kerja. Lalu, 
memberi label kepada server yang 
dititipkan dengan berisi IP dan 
hostname. 
Penyedia layanan melakukan 
pelabelan dan inventarisasi, 
penyedia layanan harus 
melakukan peninjuan 
mengenai batasan akses dan 
klasifikasi aset penting secara 
berkala. 
Diperlukan standarisasi 
mengenai label yang 
digunakan, formulir 
inventarisasi, dan terdapat 
peraturan mengenai 




Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi 
akan mengecek terlebih dahulu 
Terdapat aturan mengenai 
penggunaan yang dapat 
Dibutuhkan peraturan 
mengenai informasi aset 




Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
apakah server yang akan digunakan 
sudah sesuai dengan spesifikasi yang 
telah ditetapkan atau belum. 
diterima dari informasi dan 
aset yang dapat diakses. 
Secure log-on 
procedures 
Pihak DPTSI menyerahkan log on 
procedures kepada unit 
kerja/organisasi bersangkutan. Pihak 
DPTSI hanya bisa melakukan ping, 
remote, dan hit url. 
Kebijakan kontrol akses, akses 
ke sistem dan aplikasi harus 
dikontrol oleh sebuah prosedur 
log-on yang aman. 
Dibutuhkan kebijakan 
kontrol akses mengenai 
prosedur log-on yang 
aman yang dapat 




Unit kerja/organisasi mengelola 
passwordnya masing-masing. Pihak 
DPTSI tidak memiliki  kewenangan 
hal tersebut. 
Password yang digunakan 
harus interaktif dan pengguna 




password yang baik dan 
benar yang dapat 
diterapkan oleh unit kerja. 
Protection 
from malware 
Proteksi keamanan sepenuhnya 
diserahkan kepada pihak unit kerja 
yang menggunakan layanan ini. 
Pengguna harus menerapkan 
pendeteksian, pencegahan, dan 
kontrol pemulihan untuk 
melindungi dari malware. 
Dibutuhkan peraturan 
mengenai kontrol 
keamanan yang dapat 




Secara keseluruhan akan dilakukan 
oleh masing-masing admin unit 
kerja/organisasi yang terkait. 
Pengguna harus melakukan 
testing dari fungsionalitas 
proses, prosedur, dan kontrol 
Dibutuhkan peraturan 







Aktivitas Kondisi proses bisnis saat ini  
(as is) 





Namun, DPTSI hanya melakukan 
monitoring usage utilization. 
keberlanjutan keamanan 
informasi. 
informasi yang dapat 
diterapkan oleh unit kerja. 
Backup Backup dilakukan oleh pihak unit 
kerja yang masing-masing yang 
menggunakan layanan ini. 
User harus melakukan backup 
informasi, software, dan sistem 
gambar secara terus-menerus 
sesuai dengan kebijakan 
backup. 
Dibutuhkan peraturan 
mengenai backup yang 




Unit kerja bersangkutan akan 
menginformasikan ke pihak 
Subdirektorat Layanan Teknologi 
dan Sistem Informasi (service desk) 
untuk mengenai kapan akan 
dilakukan pengambilan server. 
Selanjutnya, pihak Subdirektorat 
Layanan Teknologi dan Sistem 
Infromasi akan menghubungi pihak 
Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi 
mengenai informasi tersebut. Pada 
hari yang telah ditentukan, server 
akan diserahkan ke unit kerja yang 
Penyedia layanan 
mengembalikkan server yang 
dititipkan sesuai dengan waktu 
yang disepakati dan server 
yang dititipkan harus kembali 
sesuai dengan barang yang 
dititipkan pada saat pertama 
kali. Selain itu, informasi yang 
ada di dalamnya harus tetap 
utuh. 
Dibutuhkan formulir 
mengenai histori dari 
keluar masuknya barang, 
formulir pengajuan 
pengambilan server, dan 





Aktivitas Kondisi proses bisnis saat ini  
(as is) 
Kondisi ideal  
(to be) 
Kesenjangan 
bersangkutan dengan mengisi surat  
serah terima barang terlebih dahulu 
sebagai bukti telah dilakukan 
penyerahan kembali server  yang 
dititipkan ke pihak DPTSI. 
 
Dari segi People, tidak terdapat kesenjangan yang terjadi antara kondisi proses bisnis saat ini dengan kondisi 





6.1.1. Identifikasi Perubahan 
Perubahan dapat terjadi apabila suatu organisasi ingin berubah 
dari kondisi saat ini menuju kondisi yang lebih baik. Hal ini 
dilakukan agar kinerja suatu organisasi akan menjadi lebih baik 
daripada sebelumnya. Perubahan dapat diketahui dari kondisi 
saat ini dibandingkan dengan kondisi di masa yang akan datang 
sehingga didapatkan kesenjangan yang telah terjadi pada suatu 
organisasi. Kesenjangan inilah yang akan menjadi acuan untuk 
dilakuka identifikasi perubahan yang dapat dilakukan oleh 
suatu organisasi. Identifikasi perubahan di sini dilakukan 
dengan melihat beberapa aspek, antara lain dari segi alur 
(proses), sumber daya manusia yang digunakan, teknologi yang 
digunakan, dan kebijakan yang dimiliki. Adapun perubahan 
yang dapat diidentifikasi pada studi kasus ini dapat dilihat pada 
Tabel 6.5 untuk layanan domain, Tabel 6.6 untuk layanan web 
hosting, Tabel 6.7 untuk layanan VPS, dan Tabel 6.8 untuk 
layanan colocation server. 
  




1. Formulir mengenai pengajuan domain. 
2. Formulir mengenai surat masuk. 
3. Perubahan tata cara untuk pengajuan domain. 
Perencanaan 
penggunaan 




1. Alur untuk melakukan diskusi. 
Registrasi 1. Formulir untuk entri data pemohon. 
Perjanjian 1. Formulir kontrak. 
2. Ketentuan mengenai yang diperbolehkan dan 
tidak diperbolehkan untuk dilakukan oleh 
pengguna. 
Instalasi 1. Sistem terintegrasi antara Subdirektorat 
Layanan Teknologi dan Sistem Informasi  
dengan Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi. 












1. Adanya perubahan ketentuan nama domain 
atau penambahan SSL untuk domain *.*.its.ac.id 
Pemantauan 
dan evaluasi 
1. Alur mengenai pemantauan. 
2. Aplikasi mobile untuk memantau availability 
website. 
3. Formulir mengenai insiden. 
4. Alur untuk pembaruan contact person. 
5. Formulir pembaruan contact person. 






1. Formulir penghentian kontrak. 
 
  




1. Formulir mengenai pengajuan hosting. 
2. Formulir mengenai surat masuk. 
3. Perubahan tata cara untuk pengajuan hosting. 
Perencanaan 
penggunaan 









1. Standar mengenai pemberian paket web 
hosting. 
Registrasi 1. Formulir untuk entri data pemohon. 
Perjanjian 1. Formulir kontrak. 
2. Ketentuan mengenai yang diperbolehkan dan 
tidak diperbolehkan untuk dilakukan. 
Instalasi 1. Sistem terintegrasi antara Subdirektorat 
Layanan Teknologi dan Sistem Informasi  
dengan Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi. 












1. Adanya perubahan ketentuan nama domain 
atau penambahan SSL untuk domain *.*.its.ac.id 
Pemantauan 
dan evaluasi 
1. Alur mengenai pemantauan. 
2. Aplikasi mobile untuk memantau availability 
website. 
3. Formulir mengenai insiden. 
4. Alur untuk pembaruan contact person. 
5. Formulir pembaruan contact person. 






1. Formulir penghentian kontrak. 
 
  




1. Formulir mengenai pengajuan VPS. 
2. Formulir mengenai surat masuk. 
3. Perubahan tata cara untuk pengajuan VPS. 
Perencanaan 
penggunaan 




1. Alur untuk melakukan diskusi. 
Registrasi 1. Formulir untuk entri data pemohon. 
Perjanjian 1. Formulir kontrak. 
2. Ketentuan mengenai yang diperbolehkan dan 
tidak diperbolehkan untuk dilakukan. 
Instalasi 1. Sistem terintegrasi antara Subdirektorat 
Layanan Teknologi dan Sistem Informasi  
dengan Subdirektorat Infrastruktur dan 
Keamanan Teknologi Informasi. 
2. Formulir progress instalasi. 
Desain dan 
pengembangan 









1. Adanya perubahan ketentuan nama domain 
atau penambahan SSL untuk domain *.*.its.ac.id 
2. Kebijakan mengenai konten di VPS. 
Pemantauan 
dan evaluasi 
1. Alur mengenai pemantauan. 
2. Aplikasi mobile untuk memantau availability 
website. 
3. Formulir mengenai insiden. 
4. Alur untuk pembaruan contact person. 
5. Formulir pembaruan contact person. 






1. Formulir penghentian kontrak. 
 
  




1. Ketentuan umum mengenai spesifikasi server. 
2. Formulir pengajuan colocation. 
Ownership of 
assets 
1. Ketentuan penggunaan label. 
2. Formulir inventarisasi. 
3. Peraturan batasan akses aset. 
Acceptable use 
of assets 
1. Peraturan informasi aset. 
Secure log-on 
procedures 















1. Peraturan mengenai fungsionalitas dari 
keberlajutan keamanan informasi bagi pengguna. 








1. Formulir pengajuan pengambilan server. 
2. Formulir serah terima barang. 
3. Formulir riwayat keluar masuknya barang. 
6.1.2. Identifikasi Dampak dan Solusi 
Pada bagian ini akan dipaparkan mengenai identifikasi dampak 
yang terjadi karena adanya usulan perubahan yang dilakukan. 
Dampak yang timbul dapat berupa manfaat yang dapat 
membantu peningkatan kinerja dan efisiensi proses kerja yang 
dilakukan di dalam sebuah organisasi. Dari dampak yang 
ditimbulkan, maka dibuatlah solusi yang dapat menangani 
dampak tersebut. Berikut rincian mengenai identifikasi dampak 
dan solusi yang dapat dilihat pada Tabel 6.9 untuk layanan 
domain, Tabel 6.10 untuk layanan web hosting, Tabel 6.11 






Tabel 6. 9 Identifikasi dampak dan solusi layanan domain 
Aktivitas Dampak Solusi 
Pengajuan layanan 1. Adanya aktivitas pengunduhan, pengisian, 
pengiriman formulir. 
2. Adanya pendokumentasian mengenai surat 
yang masuk. 
3. Bertambahnya persyaratan untuk pengajuan 
domain. 
4. Berubahnya alur atau tata cara dalam 
mengajukan domain. 
1. Pembuatan formulir pengajuan layanan 
yang terintegrasi. 
2. Pembuatan formulir untuk merekap 
mengenai histori surat yang masuk. 
3. Pembaruan mengenai persyaratan 
pengajuan domain. 
4. Pembaruan mengenai alur atau tata cara 
dalam pengajuan domain. 
Perencanaan 
penggunaan 
1. Terdapat alur untuk melakukan diskusi 
mengenai perencanaan penggunaan sehingga 
dapat diketahui domain tersebut digunakan 
untuk apa. 
1. Pembuatan alur dan ketentuan untuk 
melakukan perjanjian diskusi. 
Pemilihan nama 
domain yang sesuai 
1. Terdapat alur untuk melakukan diskusi 
mengenai penggunaan nama domain yang 
sesuai. 
1. Pembuatan alur pemilihan nama domain. 
Registrasi 1. Adanya aktivitas pengisian formulir. 1. Pembuatan formulir untuk registrasi. 
Perjanjian 1. Terdapat aktivitas pengisian kontrak yang 
jelas mengenai lama penggunaan layanan. 






Aktivitas Dampak Solusi 
2. Terdapat peraturan mengenai yang 
diperbolehkan dan tidak diperbolehkan untuk 
dilakukan oleh pengguna 
2. Pembuatan peraturan mengenai hal-hal 
yang diperbolehkan dan tidak diperbolehkan 
untuk dilakukan oleh pengguna. 
Instalasi 1. Terdapat sistem yang terintegrasi sehingga 
memudahkan komunikasi. 
2. Terdapat aktivitas pengisian formulir. 
1. Pembuatan sistem terintegrasi untuk 
DPTSI. Namun pembuatan sistem ini tidak 
termasuk ke dalam pembuatan tugas akhir 
ini. 




1. Terdapat peraturan yang mengikat mengenai 
desain dan pengembangan website. 
1. Pembuatan peraturan mengenai desain dan 
pengembangan website bagi pengguna. 
Proteksi keamanan 1. Terdapat ketentuan baru mengenai penulisan 
nama domain ITS. Selain itu, domain yang telah 
terdaftar sebelumnya, secara berkala dilakukan 
migrasi nama domainnya. 
1. Pembuatan ketentuan baru mengenai 
penulisan nama domain ITS. 
2. Alur untuk melakukan migrasi nama 
domain yang telah terdaftar sebelumnya. 
Pemantauan dan 
evaluasi 
1. Terdapat alur mengenai pemantauan aktivitas 
domain. 
2. Terdapat aplikasi mobile pemantauan 
availability website sehingga mempermudah 
DPTSI dalam memantau domain tersebut. 
3. Terdapat aktivitas pengisian formulir insiden 
yang terjadi. 
1. Pembuatan alur pemantauan aktivitas 
domain. 
2. Pembuatan aplikasi mobile pemantauan. 
Namun pembuatan aplikasi ini tidak 
termasuk ke dalam tugas akhir ini. 





Aktivitas Dampak Solusi 
4. Terdapat alur yang jelas untuk melakukan 
pembaruan contact person sehingga ketika 
sewaktu-waktu terdapat perubahan atau insiden, 
yang bersangkutan dapat dengan mudah untuk 
dihubungi. 
5. Terdapat aktivitas pengisian formulir 
pembaruan contact person. 
6. Terdapat aktivitas pengumpulan data contact 
person dan aktivitas perekapan contact person 
pengguna yang aktif. 
4. Pembuatan alur dalam pembaruan contact 
person. 
5. Pembuatan formulir data contact person. 
6. Pembuatan formulir rekapitulasi data 




1. Terdapat aktivitas mengunduh, mengisi, dan 
mengunggah penghentian kontrak dan 
perpanjangan kontrak. 
1. Pembuatan formulir penghentian layanan 
dan perpanjangan penggunaan layanan. 
  
Tabel 6. 10 Identifikasi dampak dan solusi layanan web hosting 
Aktivitas Dampak Solusi 
Pengajuan layanan 1. Adanya aktivitas pengunduhan, pengisian, 
pengiriman formulir. 
2. Adanya pendokumentasian mengenai surat 
yang masuk. 
3. Bertambahnya persyaratan untuk pengajuan 
hosting. 
1. Pembuatan formulir pengajuan layanan 
yang terintegrasi. 
2. Pembuatan formulir untuk merekap 
mengenai riwayat surat yang masuk. 






Aktivitas Dampak Solusi 
4. Berubahnya alur atau tata cara dalam 
mengajukan hosting. 
4. Pembaruan mengenai alur atau tata cara 
dalam pengajuan hosting. 
Perencanaan 
penggunaan 
1. Terdapat alur untuk melakukan diskusi 
mengenai perencanaan penggunaan sehingga 
dapat diketahui hosting tersebut digunakan 
untuk apa. 
1. Pembuatan alur dan ketentuan untuk 
melakukan perjanjian diskusi. 
Pemilihan nama 
domain yang sesuai 
1. Terdapat alur untuk melakukan diskusi 
mengenai penggunaan nama domain yang 
sesuai. 
1. Pembuatan alur pemilihan nama domain 
dan SOP mengenai layanan domain. 
Pemilihan paket 
web hosting 
1. Terdapat standar pemberian paket web 
hosting. 
1. Pembuatan standar pemberian paket web 
hosting. 
Registrasi 1. Adanya aktivitas pengisian formulir. 1. Pembuatan formulir untuk registrasi. 
Perjanjian 1. Terdapat aktivitas pengisian kontrak yang 
jelas mengenai lama penggunaan layanan. 
2. Terdapat peraturan mengenai yang 
diperbolehkan dan tidak diperbolehkan untuk 
dilakukan oleh pengguna 
1. Pembuatan draft kontrak penggunaan 
layanan. 
2. Pembuatan peraturan mengenai hal-hal 
yang diperbolehkan dan tidak diperbolehkan 
untuk dilakukan oleh pengguna. 
Instalasi 1. Terdapat sistem yang terintegrasi sehingga 
memudahkan komunikasi. 
2. Terdapat aktivitas pengisian formulir. 
1. Pembuatan sistem terintegrasi untuk 
DPTSI. Namun pembuatan sistem ini tidak 





Aktivitas Dampak Solusi 




1. Terdapat peraturan yang mengikat mengenai 
desain dan pengembangan website. 
1. Pembuatan peraturan mengenai desain dan 
pengembangan website bagi pengguna. 
Proteksi keamanan 1. Terdapat ketentuan baru mengenai penulisan 
nama domain ITS. Selain itu, domain yang telah 
terdaftar sebelumnya, secara berkala dilakukan 
migrasi nama domainnya. 
1. Pembuatan ketentuan baru mengenai 
penulisan nama domain ITS. 
2. Alur untuk melakukan migrasi nama 
domain yang telah terdaftar sebelumnya. 
Pemantauan dan 
evaluasi 
1. Terdapat alur mengenai pemantauan aktivitas 
domain dan hosting. 
2. Terdapat aplikasi mobile pemantauan 
availability website sehingga mempermudah 
DPTSI dalam memantau domain dan hosting 
tersebut. 
3. Terdapat aktivitas pengisian formulir insiden 
yang terjadi. 
4. Terdapat alur yang jelas untuk melakukan 
pembaruan contact person sehingga ketika 
sewaktu-waktu terdapat perubahan atau insiden, 
yang bersangkutan dapat dengan mudah untuk 
dihubungi. 
1. Pembuatan alur pemantauan aktivitas 
domain dan hosting. 
2. Pembuatan aplikasi mobile pemantauan. 
Namun pembuatan aplikasi ini tidak 
termasuk ke dalam tugas akhir ini. 
3. Pembuatan formulir riwayat insiden yang 
terjadi. 
4. Pembuatan alur dalam pembaruan contact 
person. 
5. Pembuatan formulir data contact person. 
6. Pembuatan formulir rekapitulasi data 





Aktivitas Dampak Solusi 
5. Terdapat aktivitas pengisian formulir 
pembaruan contact person. 
6. Terdapat aktivitas pengumpulan data contact 
person dan aktivitas perekapan contact person 




1. Terdapat aktivitas mengunduh, mengisi, dan 
mengunggah penghentian kontrak dan 
perpanjangan kontrak. 
1. Pembuatan formulir penghentian layanan 
dan perpanjangan penggunaan layanan. 
  
Tabel 6. 11 Identifikasi dampak dan solusi layanan VPS 
Aktivitas Dampak Solusi 
Pengajuan layanan 1. Adanya aktivitas pengunduhan, pengisian, 
pengiriman formulir. 
2. Adanya pendokumentasian mengenai surat 
yang masuk. 
3. Bertambahnya persyaratan untuk pengajuan 
VPS. 
4. Berubahnya alur atau tata cara dalam 
mengajukan VPS. 
1. Pembuatan formulir pengajuan layanan 
yang terintegrasi. 
2. Pembuatan formulir untuk merekap 
mengenai histori surat yang masuk. 
3. Pembaruan mengenai persyaratan 
pengajuan VPS. 
4. Pembaruan mengenai alur atau tata cara 
dalam pengajuan VPS. 
Perencanaan 
penggunaan 
1. Terdapat alur untuk melakukan diskusi 
mengenai perencanaan penggunaan sehingga 
1. Pembuatan alur dan ketentuan untuk 




Aktivitas Dampak Solusi 
dapat diketahui domain yang terdapat di VPS 
tersebut digunakan untuk apa. 
Pemilihan nama 
domain yang sesuai 
1. Terdapat alur untuk melakukan diskusi 
mengenai penggunaan nama domain yang 
sesuai. 
1. Pembuatan alur pemilihan nama domain. 
Registrasi 1. Adanya aktivitas pengisian formulir. 1. Pembuatan formulir untuk registrasi. 
Perjanjian 1. Terdapat aktivitas pengisian kontrak yang 
jelas mengenai lama penggunaan layanan. 
2. Terdapat peraturan mengenai yang 
diperbolehkan dan tidak diperbolehkan untuk 
dilakukan oleh pengguna 
1. Pembuatan draft kontrak penggunaan 
layanan. 
2. Pembuatan peraturan mengenai hal-hal 
yang diperbolehkan dan tidak diperbolehkan 
untuk dilakukan oleh pengguna. 
Instalasi 1. Terdapat sistem yang terintegrasi sehingga 
memudahkan komunikasi. 
2. Terdapat aktivitas pengisian formulir. 
1. Pembuatan sistem terintegrasi untuk 
DPTSI. Namun pembuatan sistem ini tidak 
termasuk ke dalam pembuatan tugas akhir 
ini. 




1. Terdapat peraturan yang mengikat mengenai 
desain dan pengembangan website. 
1. Pembuatan peraturan mengenai desain dan 
pengembangan website bagi pengguna. 
Proteksi keamanan 1. Terdapat ketentuan baru mengenai penulisan 
nama domain ITS. Selain itu, domain yang telah 
1. Pembuatan ketentuan baru mengenai 





Aktivitas Dampak Solusi 
terdaftar sebelumnya, secara berkala dilakukan 
migrasi nama domainnya. 
2. Terdapat kebijakan konten di VPS. 
2. Pembuatan alur untuk melakukan migrasi 
nama domain yang telah terdaftar 
sebelumnya. 
3. Pembuatan kebijakan konten di VPS. 
Pemantauan dan 
evaluasi 
1. Terdapat alur mengenai pemantauan aktivitas 
domain yang ada di VPS. 
2. Terdapat aplikasi mobile pemantauan 
availability website sehingga mempermudah 
DPTSI dalam memantau domain tersebut. 
3. Terdapat aktivitas pengisian formulir insiden 
yang terjadi. 
4. Terdapat alur yang jelas untuk melakukan 
pembaruan contact person sehingga ketika 
sewaktu-waktu terdapat perubahan atau insiden, 
yang bersangkutan dapat dengan mudah untuk 
dihubungi. 
5. Terdapat aktivitas pengisian formulir 
pembaruan contact person. 
6. Terdapat aktivitas pengumpulan data contact 
person dan aktivitas perekapan contact person 
pengguna yang aktif. 
1. Pembuatan alur pemantauan aktivitas 
domain di VPS. 
2. Pembuatan aplikasi mobile pemantauan. 
Namun pembuatan aplikasi ini tidak 
termasuk ke dalam tugas akhir ini. 
3. Pembuatan formulir riwayat insiden yang 
terjadi. 
4. Pembuatan alur dalam pembaruan contact 
person. 
5. Pembuatan formulir data contact person. 
6. Pembuatan formulir rekapitulasi data 








1. Terdapat aktivitas mengunduh, mengisi, dan 
mengunggah penghentian kontrak dan 
perpanjangan kontrak. 
1. Pembuatan formulir penghentian layanan 
dan perpanjangan penggunaan layanan. 
 
 
Tabel 6. 12 Identifikasi dampak dan solusi layanan colocation server 
Aktivitas Dampak Solusi 
Inventory of assets 1. Terdapat ketentuan umum mengenai 
spesifikasi server yang dapat dititipkan di 
DPTSI. 
2. Terdapat aktivitas mengunduh, mengisi, dan 
mengunggah formulir. 
1. Pembuatan ketentuan umum mengenai 
spesifikasi server. 




1. Terdapat ketentuan pemberian label di server. 
2. Terdapat aktivitas pendataan server dengan 
cara pengisian formulir. 
3. Terdapat batasan yang jelas mengenai akses 
ke dalam aset. 
1. Pembuatan ketentuan pemberian label. 
2. Pembuatan formulir inventaris server. 
3. Pembuatan peraturan batasan akses aset. 
Acceptable use of 
assets 
1. Terdapat peraturan mengenai informasi yang 
berkaitan dengan aset dari pengguna. 




1. Terdapat kebijakan mengenai prosedur log-on 
yang aman bagi pengguna sehingga mencegah 
1. Pembuatan kebijakan mengenai prosedur 





Aktivitas Dampak Solusi 
pihak yang tidak berkepentingan bisa masuk ke 




1. Terdapat peraturan mengenai cara 
menggunakan password yang aman bagi 
pengguna. 
1. Pembuatan peraturan mengenai kriteria 
password yang aman bagi pengguna. 
Protection from 
malware 
1. Terdapat peraturan mengenai kontrol 
keamanan bagi pengguna sehingga sistem yang 
dimiliki oleh pengguna tidak terinfeksi oleh 
malware. 
1. Pembuatan peraturan mengenai kontrol 
keamanan bagi pengguna. 




1. Terdapat peraturan mengenai fungsionalitas 
keberlanjutan keamanan informasi yang dapat 
diterapkan oleh pengguna. 
1. Pembuatan peraturan mengenai 
fungsionalitas keberlanjutan keamanan 
informasi bagi pengguna. 
Backup 1. Terdapat peraturan mengenai backup yang 
dapat dilakukan oleh pengguna sehingga ketika 
sistem terserang malware dan terdapat data yang 
hilang, masih memiliki backup data tersebut. 
1. Pembuatan peraturan mengenai backup 
bagi pengguna. 
Return of assets 1. Terdapat aktivitas mengunduh, mengisi, dan 
mengirim formulir pengambilan server. 
2. Terdapat aktivitas mengisi formulir serah 
terima barang sehingga kedua belah pihak 
1. Pembuatan formulir pengajuan 
pengambilan server. 
2. Pembuatan formulir serah terima barang. 
3. Pembuatan formulir pendataan riwayat 




Aktivitas Dampak Solusi 
memiliki bukti bahwa telah terjadi serah terima 
barang yang telah disepakati. 
3. Terdapat pencatatan aktivitas keluar 







6.2. Penyusunan Standard Operating Procedures (SOP) 
Pada bagian ini akan dijelaskan mengenai penyusunan 
dokumen Standard Operating Procedure (SOP) berdasarkan 
usulan yang telah diajukan oleh peneliti. Dokumen SOP yang 
diajukan akan menjadi 1 dokumen dengan mencakup keempat 
layanan yang diberikan, yaitu domain, web hosting, VPS, dan 
colocation server. Di dalam 1 dokumen tersebut, akan terdapat 
8 SOP yang mengatur tentang pengelolaan layanan domain, 
web hosting, VPS, dan colocation server dari mulai pengajuan 
hingga di akhir kontrak. 
Adapun rancangan dokumen SOP yang akan dijelaskan, antara 
lain meliputi 
 Pemetaan kontrol prosedur 
 SOP yang dihasilkan 
 Formulir yang dihasilkan 
 Pemetaan SOP dan formulir 
Adapun perancangan mengenai struktur dan konten SOP yang 
dibuat akan mengacu pada Peraturan Pemerintah Menteri 
Pendayagunaan Aparatur Negara dan Reformasi Birokrasi 
Republik Indonesia Nomor 35 Tahun 2012 mengenai Pedoman 
Penyusunan Standar Operasional Prosedur Administrasi 
Pemerintahan. 
6.2.1. Pemetaan Kontrol Prosedur 
Dalam melakukan penyusunan dokumen SOP Pengelolaan 
Domain, Web Hosting, VPS, dan Colocation Server, diperlukan 
pemetaan kontrol prosedur di dalamnya. Karena kontrol yang 
digunakan adalah best practice yang digunakan di Perguruan 
Tinggi lainnya dan ISO 27002:2013. Kontrol tersebut bersifat 
tidak terstruktur sehingga diperlukan pemetaan kontrol yang 
tepat sehingga sesuai dengan kebutuhan dari DPTSI. Adapun 
pemetaan kontrol prosedur mengenai layanan domain dapat 
dilihat pada Tabel 6.13, layanan web hosting pada Tabel 6.14, 
layanan VPS pada Tabel 6.15, dan layanan colocation server 






Tabel 6. 13 Pemetaan kontrol prosedur layanan domain 
Siklus Aktivitas Kontrol Keterangan 
Plan Pengajuan layanan 1. Penggunaan formulir 
permohonan layanan yang telah 
disediakan. 
Kebutuhan SOP yang baru 
dibutuhkan standar formulir agar 
mempermudah pencatatan. 
2. Memastikan pemohon telah 
memenuhi semua persyaratan. 
Pemohon harus melengkapi semua 
berkas persyaratan agar dapat 
diproses permintaan layanannya. 
3. Memastikan persyaratan dan 
alur permohonan layanan telah 
ada di website DPTSI. 
Persyaratan dan alur yang baru harus 
diketahui oleh pemohon sehingga 
mempermudah dalam penanganan. 
4. Pencatatan surat permohonan 
layanan yang masuk 




1. Melakukan diskusi dengan 
pemohon. 
Diperlukan diskusi untuk 
mengetahui tujuan penggunaan 
layanan domain. 
2. Memastikan layanan 
digunakan untuk kepentingan 
organisasi bukan individu dan 
tidak melanggar dari ketentuan 
yang dimiliki DPTSI. 
Karena layanan hanya diberikan 
untuk organisasi dan digunakan 





Siklus Aktivitas Kontrol Keterangan 
Pemilihan nama 
domain yang sesuai 
1. Melakukan pengecekan nama 
domain yang tersedia. 
Diperlukan karena nama domain 
harus unik. 
2. Nama domain yang digunakan 





Nama domain harus berbeda satu 
sama lain dan memastikan nama 
domain yang digunakan sesuai 
dengan isi dari website yang 
dikembangkan. 
Create Registrasi 1. Pencatatan data pemohon 
beserta nama domain yang 
diinginkan. 
Data pemohon harus dicatat sebagai 
data dari pemohon. 
Perjanjian 1. Penggunaan formulir kontrak 
layanan. 
Formulir kontrak yang sama akan 
membantu DPTSI dalam mengontrol 
waktu layanan digunakan. 
2. Memastikan bahwa terdapat 
peraturan yang mengikat bagi 
pengguna 
Adanya peraturan diperlukan untuk 
mengatur pengguna dalam 
memanfaatkan layanan yang 
disediakan. 
3. Memastikan bahwa peraturan 
telah dipahami oleh pengguna 
Peraturan perlu diketahui dan 




Siklus Aktivitas Kontrol Keterangan 
Instalasi 1. Memastikan pesan 
tersampaikan kepada pihak 
Subdit IKTI. 
Pesan harus tersampaikan ke Subdit 
IKTI karena Subdit IKTI yang 
mengerjakan 
2. Memastikan pesan berisikan 
nama domain yang diinginkan 
dan IP yang digunakan.  
Subdit IKTI memerlukan data 
tersebut untuk membuat layanan ini. 
3. Mengecek progress intalasi Subdit LTSI harus mengetahui 
progress pekerjaan dari Subdit IKTI. 
4. Memastikan nama domain 
telah dibuat. 
Subdit LTSI harus mengetahui 
bahwa nama domain telah selesai 
dibuat agar dapat menginfokan ke 
pemohon. 
5. Memastikan pengguna telah 
mengetahui nama domain telah 
selesai dibuat. 
Pemohon harus mengetahui bahwa 
layanan yang diinginkan sudah dapat 
digunakan. 
Manage Desain dan 
pengembangan 
1. Memastikan peraturan 
mengenai desain dan 
pengembangan website telah ada 
di website DPTSI dan telah 
dilaksanakan. 
Dengan adanya peraturan dapat 
membantu pengguna dalam 






Siklus Aktivitas Kontrol Keterangan 
 Proteksi keamanan 1. Memastikan nama domain 
yang digunakan adalah sesuai 
dengan ketentuan yang berlaku 







1. Memastikan alur pemantauan 
aktivitas domain telah diketahui 
oleh staf terkait. 
Bagi yang melakukan pemantauan, 
harus mengetahui alur untuk 
melakukannya. 
2. Memastikan pemantauan 
aktivitas domain telah dilakukan 
setiap hari. 
Pemantauan aktivitas domain 
diperlukan untuk mengecek 
ketersediaan dari domain tersebut. 
3. Memastikan apabila terjadi 
insiden dapat dideteksi dengan 
mudah. 
Pendeteksian insiden diperlukan 
agar insiden tersebut dapat segera 
diatasi. 
4. Memastikan pencatatan 
formulir insiden yang terjadi 
telah terisi. 
Pendokumentasian diperlukan untuk 
mengetahui riwayat insiden yang 
terjadi. 
5. Memastikan pengguna 
mengetahui ketika terjadi 
insiden. 
Insiden harus diketahui oleh pemilik 
insiden tersebut agar mampu untuk 
mengatasinya. 
6. Memastikan pendataan contact 
person dilakukan setiap tahun 
sekali. 
Contact person harus selalu diupdate 




Siklus Aktivitas Kontrol Keterangan 
7. Pendataan mengenai contact 
person pengguna 
Contact person diperlukan untuk 
mengetahui penanggung jawab dari 
masing-masing unit kerja/organisasi. 
Perpanjangan atau 
penghentian kontrak 
1. Memastikan terdapat formulir 
penghentian dan perpanjangan 
kontrak dan dapat diunduh. 
Diperlukan pencatatan mengenai hal 
ini agar jelas jangka waktu 
penggunaan layanan. 
2. Memastikan permintaan 
pelanggan telah terpenuhi sesuai 
dengan formulir yang diisi 
tersebut. 
Penguna membutuhkan kejelasan 
mengenai layanan yang digunakan. 
  
Tabel 6. 14 Pemetaan kontrol prosedur layanan web hosting 
Siklus Aktivitas Kontrol Keterangan 
Plan Pengajuan layanan 1. Penggunaan formulir 
permohonan layanan yang telah 
disediakan. 
Kebutuhan SOP yang baru 
dibutuhkan standar formulir agar 
mempermudah pencatatan. 
2. Memastikan pemohon telah 
memenuhi semua persyaratan. 
Pemohon harus melengkapi semua 
berkas persyaratan agar dapat 
diproses permintaan layanannya. 
3. Memastikan persyaratan dan 
alur permohonan layanan telah 
ada di website DPTSI. 
Pendeteksian insiden diperlukan 






Siklus Aktivitas Kontrol Keterangan 
4. Pencatatan surat permohonan 
layanan yang masuk 




1. Melakukan diskusi dengan 
pemohon. 
Diperlukan diskusi untuk 
mengetahui tujuan penggunaan 
layanan web hosting. 
2. Memastikan layanan 
digunakan untuk kepentingan 
organisasi bukan individu dan 
tidak melanggar dari ketentuan 
yang dimiliki DPTSI. 
Karena layanan hanya diberikan 
untuk organisasi dan digunakan 
untuk menunjang kegiatan di ITS. 
Pemilihan nama 
domain yang sesuai 
1. Melakukan pengecekan nama 
domain yang tersedia. 
Diperlukan karena nama domain 
harus unik. 
2. Nama domain yang digunakan 





Nama domain harus berbeda satu 
sama lain dan memastikan nama 
domain yang digunakan sesuai 
dengan isi dari website yang 
dikembangkan. 
Pemilihan paket web 
hosting 
1. Memastikan paket yang dipilih 
sesuai dengan kebutuhan 
pengguna dan tidak melebihi 
batas paket yang ditetapkan. 
Karena resource yang dimiliki 
terbatas maka diperlukan pengaturan 




Siklus Aktivitas Kontrol Keterangan 
Create Registrasi 1. Pencatatan data pemohon 
beserta nama domain dan paket 
web hosting yang diinginkan. 
Data pemohon harus dicatat sebagai 
data dari pemohon. 
Perjanjian 1. Penggunaan formulir kontrak 
layanan. 
Formulir kontrak yang sama akan 
membantu DPTSI dalam mengontrol 
waktu layanan digunakan. 
2. Memastikan bahwa terdapat 
peraturan yang mengikat bagi 
pengguna 
Adanya peraturan diperlukan untuk 
mengatur pengguna dalam 
memanfaatkan layanan yang 
disediakan. 
3. Memastikan bahwa peraturan 
telah dipahami oleh pengguna 
Peraturan perlu diketahui dan 
dipahami oleh pengguna. 
Instalasi 1. Memastikan pesan 
tersampaikan kepada pihak 
Subdit IKTI. 
Pesan harus tersampaikan ke Subdit 
IKTI karena Subdit IKTI yang 
mengerjakan 
2. Memastikan pesan berisikan 
nama domain yang diinginkan 
dan paket web hosting yang 
digunakan.  
Subdit IKTI memerlukan data 
tersebut untuk membuat layanan ini. 
3. Mengecek progress intalasi Subdit LTSI harus mengetahui 





Siklus Aktivitas Kontrol Keterangan 
4. Memastikan nama domain dan 
web hosting telah dibuat. 
Subdit LTSI harus mengetahui 
bahwa permintaan layanan telah 
selesai dibuat agar dapat 
menginfokan ke pemohon. 
5. Memastikan pengguna telah 
mengetahui nama domain dan 
web hosting telah selesai dibuat. 
Pemohon harus mengetahui bahwa 
layanan yang diinginkan sudah dapat 
digunakan. 
Manage Desain dan 
pengembangan 
1. Memastikan peraturan 
mengenai desain dan 
pengembangan website telah ada 
di website DPTSI dan telah 
dilaksanakan. 
Dengan adanya peraturan dapat 
membantu pengguna dalam 
mengembangakan domain dan 
hosting yang dimiliki. 
Proteksi keamanan 1. Memastikan nama domain 
yang digunakan adalah sesuai 
dengan ketentuan yang berlaku 







1. Memastikan alur pemantauan 
aktivitas domain dan hosting 
telah diketahui oleh staf terkait. 
Bagi yang melakukan pemantauan, 
harus mengetahui alur untuk 
melakukannya. 
2. Memastikan pemantauan 
aktivitas domain dan hosting 
telah dilakukan setiap hari. 
Pemantauan aktivitas domain dan 
hosting diperlukan untuk mengecek 




Siklus Aktivitas Kontrol Keterangan 
3. Memastikan apabila terjadi 
insiden dapat dideteksi dengan 
mudah. 
Pendeteksian insiden diperlukan 
agar insiden tersebut dapat segera 
diatasi. 
4. Memastikan pencatatan 
formulir insiden yang terjadi 
telah terisi. 
Pendokumentasian diperlukan untuk 
mengetahui riwayat insiden yang 
terjadi. 
5. Memastikan pengguna 
mengetahui ketika terjadi 
insiden. 
Insiden harus diketahui oleh pemilik 
insiden tersebut agar mampu untuk 
mengatasinya. 
6. Memastikan pendataan contact 
person dilakukan setiap tahun 
sekali. 
Contact person harus selalu diupdate 
agar mudah untuk berkomunikasi. 
7. Pendataan mengenai contact 
person pengguna 
Contact person diperlukan untuk 
mengetahui penanggung jawab dari 
masing-masing unit kerja/organisasi. 
Perpanjangan atau 
penghentian kontrak 
1. Memastikan terdapat formulir 
penghentian dan perpanjangan 
kontrak dan dapat diunduh. 
Diperlukan pencatatan mengenai hal 
ini agar jelas jangka waktu 
penggunaan layanan. 
2. Memastikan permintaan 
pelanggan telah terpenuhi sesuai 
dengan formulir yang diisi 
tersebut. 
Penguna membutuhkan kejelasan 






Tabel 6. 15 Pemetaan Kontrol Prosedur Layanan VPS 
Siklus Aktivitas Kontrol Keterangan 
Plan Pengajuan layanan 1. Penggunaan formulir 
permohonan layanan yang telah 
disediakan. 
Kebutuhan SOP yang baru 
dibutuhkan standar formulir agar 
mempermudah pencatatan. 
2. Memastikan pemohon telah 
memenuhi semua persyaratan. 
Pemohon harus melengkapi semua 
berkas persyaratan agar dapat 
diproses permintaan layanannya. 
3. Memastikan persyaratan dan 
alur permohonan layanan telah 
ada di website DPTSI. 
Pendeteksian insiden diperlukan 
agar insiden tersebut dapat segera 
diatasi. 
4. Pencatatan surat permohonan 
layanan yang masuk 




1. Melakukan diskusi dengan 
pemohon. 
Diperlukan diskusi untuk 
mengetahui tujuan penggunaan 
layanan VPS. 
2. Memastikan layanan 
digunakan untuk kepentingan 
organisasi bukan individu dan 
tidak melanggar dari ketentuan 
yang dimiliki DPTSI. 
Karena layanan hanya diberikan 
untuk organisasi dan digunakan 




Siklus Aktivitas Kontrol Keterangan 
3. Memastikan VPS 
dikembangkan mampu 
mengoordinir berbagai website 
yang dimiliki oleh unit 
kerja/organisasi. 
Karena VPS adalah layanan yang di 
mana unit kerja/organisasi tersebut 
yang membagi resource yang 
dimiliki untuk memenuhi semua 
kebutuhannya. 
Pemilihan nama 
domain yang sesuai 
1. Melakukan pengecekan nama 
domain yang tersedia. 
Diperlukan karena nama domain 
harus unik. 
2. Nama domain yang digunakan 





Nama domain harus berbeda satu 
sama lain dan memastikan nama 
domain yang digunakan sesuai 
dengan isi dari website yang 
dikembangkan. 
Create Registrasi 1. Pencatatan data pemohon 
beserta resources VPS yang 
diinginkan. 
Data pemohon harus dicatat sebagai 
data dari pemohon. 
Perjanjian 1. Penggunaan formulir kontrak 
layanan. 
Formulir kontrak yang sama akan 
membantu DPTSI dalam mengontrol 
waktu layanan digunakan. 
2. Memastikan bahwa terdapat 
peraturan yang mengikat bagi 
pengguna 
Adanya peraturan diperlukan untuk 





Siklus Aktivitas Kontrol Keterangan 
memanfaatkan layanan yang 
disediakan. 
3. Memastikan bahwa peraturan 
telah dipahami oleh pengguna 
Peraturan perlu diketahui dan 
dipahami oleh pengguna. 
Instalasi 1. Memastikan pesan 
tersampaikan kepada pihak 
Subdit IKTI. 
Pesan harus tersampaikan ke Subdit 
IKTI karena Subdit IKTI yang 
mengerjakan 
2. Memastikan pesan berisikan 
resources VPS yang dibutuhkan.  
Subdit IKTI memerlukan data 
tersebut untuk membuat layanan ini. 
3. Mengecek progress intalasi Subdit LTSI harus mengetahui 
progress pekerjaan dari Subdit IKTI. 
4. Memastikan VPS telah dibuat. Subdit LTSI harus mengetahui 
bahwa permintaan layanan telah 
selesai dibuat agar dapat 
menginfokan ke pemohon. 
5. Memastikan pengguna telah 
mengetahui VPS telah selesai 
dibuat. 
Pemohon harus mengetahui bahwa 
layanan yang diinginkan sudah dapat 
digunakan. 
Manage Desain dan 
pengembangan 
1. Memastikan peraturan 
mengenai desain dan 
pengembangan website telah ada 
Dengan adanya peraturan dapat 
membantu pengguna dalam 
mengembangkan domain dan 




Siklus Aktivitas Kontrol Keterangan 
di website DPTSI dan telah 
dilaksanakan. 
Proteksi keamanan 1. Memastikan nama domain 
yang digunakan adalah sesuai 
dengan ketentuan yang berlaku 







1. Memastikan alur pemantauan 
aktivitas domain dan hosting 
telah diketahui oleh staf terkait. 
Bagi yang melakukan pemantauan, 
harus mengetahui alur untuk 
melakukannya. 
2. Memastikan pemantauan 
aktivitas domain dan hosting 
telah dilakukan setiap hari. 
Pemantauan aktivitas domain dan 
hosting diperlukan untuk mengecek 
ketersediaan dari domain tersebut. 
3. Memastikan apabila terjadi 
insiden dapat dideteksi dengan 
mudah. 
Pendeteksian insiden diperlukan 
agar insiden tersebut dapat segera 
diatasi. 
4. Memastikan pencatatan 
formulir insiden yang terjadi 
telah terisi. 
Pendokumentasian diperlukan untuk 
mengetahui riwayat insiden yang 
terjadi. 
5. Memastikan pengguna 
mengetahui ketika terjadi 
insiden. 
Insiden harus diketahui oleh pemilik 






Siklus Aktivitas Kontrol Keterangan 
6. Memastikan pendataan contact 
person dilakukan setiap tahun 
sekali. 
Contact person harus selalu diupdate 
agar mudah untuk berkomunikasi. 
7. Pendataan mengenai contact 
person pengguna 
Contact person diperlukan untuk 
mengetahui penanggung jawab dari 
masing-masing unit kerja/organisasi. 
Perpanjangan atau 
penghentian kontrak 
1. Memastikan terdapat formulir 
penghentian dan perpanjangan 
kontrak dan dapat diunduh. 
Diperlukan pencatatan mengenai hal 
ini agar jelas jangka waktu 
penggunaan layanan. 
2. Memastikan permintaan 
pelanggan telah terpenuhi sesuai 
dengan formulir yang diisi 
tersebut. 
Penguna membutuhkan kejelasan 
mengenai layanan yang digunakan. 
  
Tabel 6. 16 Pemetaan kontrol prosedur layanan colocation server 
Siklus Aktivitas Kontrol Keterangan 
Plan Inventory of assets 1. Memastikan spesifikasi umum 
untuk server yang dapat 
dititipkan ke DPTSI telah ada di 
website. 
Calon pengguna harus mengetahui 
tipe server yang dapat dititipkan 





Siklus Aktivitas Kontrol Keterangan 
2. Penggunaan formulir 
pengajuan layanan 
Formulir yang telah dibuat akan 
membantu pihak DPTSI dalam 
mengidentifikasi kebutuhan layanan. 
Ownership of assets 1. Penggunaan label yang standar 
di seluruh aset yang dititipkan 
Hal ini membantu mempermudah 
DPTSI dalam mengidentifikasi aset 
yang dititipkan. 
2. Memastikan seluruh aset telah 
terinventarisasi. 
Hal ini membantu mempermudah 
DPTSI dalam mendaftar aset yang 
dititipkan. 
3. Memastikan batasan akses 
yang jelas telah diketahui oleh 
kedua belah pihak. 
Hal ini dilakukan untuk mengetahui 
batasan-batasan akses dari masing-
masing pihak. 
Acceptable use of 
assets 
1. Memastikan peraturan 
mengenai informasi aset 
diketahui oleh pengguna. 
Hal ini dilakukan agar informasi di 
dalam aset harus sesuai dengan 
peraturan yang ditetapkan. 
Do Secure log-on 
procedures 
1. Memastikan pengguna telah 
mengetahui tentang kebijakan 
prosedur log-on yang aman. 
Hal ini dilakukan untuk memitigasi 




1. Memastikan pengguna telah 
mengetahui tentang kebijakan 
penggunaan password yang baik. 
Hal ini dilakukan untuk memitigasi 






Siklus Aktivitas Kontrol Keterangan 
Protection from 
malware 
1. Memastikan pengguna telah 
mengetahui tentang kebijakan 
kontrol keamanan. 
Hal ini dilakukan untuk memitigasi 
hal yang tidak diinginkan di 
kemudian hari 
Check Verify, review, and 
evaluate information 
security continuity 




Hal ini dilakukan untuk memitigasi 
hal yang tidak diinginkan di 
kemudian hari 
Act Backup 1. Memastikan pengguna telah 
mengetahui tentang kebijakan 
backup. 
Untuk memitigasi apabila terjadi 
kehilangan data. 
Return of assets 1. Penggunaan formulir 
pengambilan server. 
Hal ini mempermudah DPTSI dalam 
mengidentifikasi data dari pengguna. 
2. Memastikan barang yang 
dikembalikan sesuai dengan 
barang yang dititipkan dahulu. 
Hal ini dilakukan untuk memastikan 
tidak adanya kehilangan aset. 
3. Memastikan pencatatan 








Setelah dilakukan pemetaan kontrol pada prosedur, maka 
selanjutnya dilakukan penurunan aktivitas-aktivitas yang 
terdapat di dalam setiap kontrol. Adapun penyusunan aktivitas 
pada kontrol layanan domain dapat dilihat pada Tabel 6.17, 
layanan web hosting pada Tabel 6.18, layanan VPS pada Tabel 
6.19, dan layanan colocation server pada Tabel 6.20. 
 
Tabel 6. 17 Penyusunan Aktivitas Kontrol Layanan Domain 











dengan formulir yang 
terdapat di website. 
2. Mengecek seluruh 











persyaratan dan alur 
permohonan layanan 
telah ada di website 
DPTSI. 
1. Membuat 
persyaratan dan alur 
permohonan layanan. 
2. Memposting 
persyratan dan alur 
permohonan layanan 
ke dalam website. 






layanan yang masuk. 
Perencanaan 
penggunaan 












Aktivitas Kontrol Aktivitas pada 
Prosedur 











cakupan dari website 
yang akan 
dikembangkan. 













2. Subdit LTSI 
mengecek ketersediaan 
nama domain tersebut. 
3. Apabila tersedia, 
pemohon dapat 
menggunakannya. 
Namun apabila telah 
digunakan oleh yang 
lain, maka pemohon 
harus mengganti nama 
domainnya. Hal ini 
berulang hingga 
menemukan nama 
domain yang tersedia. 
2. Nama domain 
yang digunakan 
harus bersifat unik. 








Registrasi 1. Pencatatan data 
pemohon beserta 
1. Mencatat data 





Aktivitas Kontrol Aktivitas pada 
Prosedur 
nama domain yang 
diinginkan. 
domain yang 
diinginkan ke dalam 
simdom.its.ac.id. 





layanan ke pemohon. 
2. Pemohon membaca 
kontrak dan 
mengisikan data di 
kontrak tersebut. 










1. Membuat peraturan 
yang mengikat bagi 
pengguna. 
2. Memposting 
peraturan ke dalam 
website. 
3. Memberikan 




telah dipahami oleh 
pengguna 
1. Pemohon membaca 
peraturan yang telah 
diberikan. 




tangannya di atasnya. 
Instalasi 1. Memastikan pesan 
tersampaikan kepada 
pihak Subdit IKTI. 
1. Menulis pesan untuk 
Subdit IKTI. 
2. Mengirim pesan 
untuk Subdit IKTI. 






Aktivitas Kontrol Aktivitas pada 
Prosedur 
2. Memastikan pesan 
berisikan nama 
domain yang 
diinginkan dan IP 
yang digunakan.  
1. Menulis pesan yang 
berisikan nama domain 





1. Subdit IKTI 
memasukkan progress 
pengerjaan ke dalam 
formulir. 
2. Subdit IKTI 
mengirimkan progress 
ke Subdit LTSI. 
3. Subdit LTSI dapat 
melihat progress dari 
Subdit IKTI. 
4. Memastikan nama 
domain telah dibuat. 
1. Subdit IKTI 
memberitahukan 
bahwa nama domain 
telah selesai dibuat 




domain telah selesai 
dibuat. 
1. Subdit LTSI 
menginfokan kepada 
pengguna bahwa nama 








website telah ada di 
website DPTSI dan 
telah dilaksanakan. 
1. Membuat peraturan 







di website DPTSI. 
Proteksi 
keamanan 





















1. Memastikan alur 
pemantauan aktivitas 
domain telah 
diketahui oleh staf 
terkait. 










dilakukan setiap hari. 
1. Mengadakan 
pemantauan aktivitas 
domain dengan cara 
membuka aplikasi 







1. Apabila terdapat 
notifikasi telah terjadi 
insiden, maka pihak 
Subdit LTSI dapat 
mengetahuinya dengan 




insiden yang terjadi 
telah terisi. 
1. Apabila terjadi 








1. Apabila terdapat 
notifikasi telah terjadi 
insiden, maka pihak 






setiap tahun sekali. 













contact person yang 
dimiliki saat ini. 
4. Contact person 
mengisi formulir. 






1. Subdit LTSI 
mengumpulkan 
formulir. 
2. Subdit LTSI 
merekap seluruh 










kontrak dan dapat 
diunduh. 
















2. Subdit LTSI 
memproses sesuai 
dengan permintaan 
yang ada di formulir. 
3. Apabila telah selesai, 
Subdit LTSI 
menginfokan kepada 







Tabel 6. 18 Penyusunan kontrol aktivitas layanan web hosting 











dengan formulir yang 
terdapat di website. 
2. Mengecek seluruh 











persyaratan dan alur 
permohonan layanan 
telah ada di website 
DPTSI. 
1. Membuat 
persyaratan dan alur 
permohonan layanan. 
2. Memposting 
persyratan dan alur 
permohonan layanan 
ke dalam website. 






layanan yang masuk. 
Perencanaan 
penggunaan 














individu dan tidak 
melanggar dari 
1. Menanyakan 
cakupan dari website 
yang akan 
dikembangkan. 





















2. Subdit LTSI 
mengecek ketersediaan 
nama domain tersebut. 
3. Apabila tersedia, 
pemohon dapat 
menggunakannya. 
Namun apabila telah 
digunakann oleh yang 
lain, maka pemohon 
harus mengganti nama 
domainnya. Hal ini 
berulang hingga 
menemukan nama 
domain yang tersedia. 
2. Nama domain 
yang digunakan 
harus bersifat unik 










1. Memastikan paket 
yang dipilih sesuai 
dengan kebutuhan 
pengguna dan tidak 
melebihi batas paket 
yang ditetapkan. 
1. Menggunakan paket 
web hosting yang telah 
ditentukan 
sebelumnya. 
Registrasi 1. Pencatatan data 
pemohon beserta 
nama domain dan 
1. Mencatat data 
pemohon, nama 
domain, dan kapasitas 





Aktivitas Kontrol Aktivitas pada 
Prosedur 
paket web hosting 
yang diinginkan. 
diinginkan ke dalam 
simdom.its.ac.id. 





layanan ke pemohon. 
2. Pemohon membaca 
kontrak dan 
mengisikan data di 
kontrak tersebut. 










1. Membuat peraturan 
yang mengikat bagi 
pengguna. 
2. Memposting 
peraturan ke dalam 
website. 
3. Memberikan 




telah dipahami oleh 
pengguna 
1. Pemohon membaca 
peraturan yang telah 
diberikan. 




tangannya di atasnya. 
Instalasi 1. Memastikan pesan 
tersampaikan kepada 
pihak Subdit IKTI. 
1. Menulis pesan untuk 
Subdit IKTI. 
2. Mengirim pesan 
untuk Subdit IKTI. 






Aktivitas Kontrol Aktivitas pada 
Prosedur 
2. Memastikan pesan 
berisikan nama 
domain yang 
diinginkan dan paket 
web hosting yang 
digunakan.  
1. Menulis pesan yang 
berisikan nama domain 
yang diinginkan dan 




1. Subdit IKTI 
memasukkan progress 
pengerjaan ke dalam 
formulir. 
2. Subdit IKTI 
mengirimkan progress 
ke Subdit LTSI. 
3. Subdit LTSI dapat 
melihat progress dari 
Subdit IKTI. 
4. Memastikan nama 
domain dan web 
hosting telah dibuat. 
1. Subdit IKTI 
memberitahukan 
bahwa nama domain 
dan web hosting telah 
selesai dibuat kepada 







domain dan web 
hosting telah selesai 
dibuat. 
1. Subdit LTSI 
menginfokan kepada 
pengguna bahwa nama 
domain dan web 
hosting telah selesai 
dibuat beserta 
username, password, 








1. Membuat peraturan 







Aktivitas Kontrol Aktivitas pada 
Prosedur 
website telah ada di 






di website DPTSI. 
Proteksi 
keamanan 















1. Memastikan alur 
pemantauan aktivitas 
domain dan hosting 
telah diketahui oleh 
staf terkait. 









domain dan hosting 




domain dengan cara 
membuka aplikasi 







1. Apabila terdapat 
notifikasi telah terjadi 
insiden, maka pihak 
Subdit LTSI dapat 
mengetahuinya dengan 




insiden yang terjadi 
telah terisi. 
1. Apabila terjadi 






1. Apabila terdapat 









insiden, maka pihak 






setiap tahun sekali. 







contact person yang 
dimiliki saat ini. 
4. Contact person 
mengisi formulir. 






1. Subdit LTSI 
mengumpulkan 
formulir. 
2. Subdit LTSI 
merekap seluruh 










kontrak dan dapat 
diunduh. 






















Aktivitas Kontrol Aktivitas pada 
Prosedur 
dengan permintaan 
yang ada di formulir. 
3. Apabila telah selesai, 
Subdit LTSI 
menginfokan kepada 




Tabel 6. 19 Penyusunan aktivitas kontrol layaann VPS 











dengan formulir yang 
terdapat di website. 
2. Mengecek seluruh 











persyaratan dan alur 
permohonan layanan 
telah ada di website 
DPTSI. 
1. Membuat 
persyaratan dan alur 
permohonan layanan. 
2. Memposting 
persyaratan dan alur 
permohonan layanan 
ke dalam website. 






layanan yang masuk. 
Perencanaan 
penggunaan 









Aktivitas Kontrol Aktivitas pada 
Prosedur 
2. Menanyakan 
kebutuhan akan VPS. 











cakupan dari VPS 
yang akan 
dikembangkan. 
2. Mencatat cakupan 
VPS. 
3. Memastikan VPS 
dikembangkan 
mampu mengoordinir 
berbagai website yang 





kebutuhan saat ini dan 
















3. Apabila tersedia, 
pemohon dapat 
menggunakannya. 
Namun apabila telah 
digunakan oleh yang 
lain, maka pemohon 
harus mengganti nama 
domainnya. Hal ini 
berulang hingga 
menemukan nama 





Aktivitas Kontrol Aktivitas pada 
Prosedur 
2. Nama domain yang 
digunakan harus 
bersifat unik 








Registrasi 1. Pencatatan data 
pemohon beserta 
resources VPS yang 
diinginkan. 
1. Mencatat data 
pemohon dan 
resources VPS yang 
diinginkan ke dalam 
simdom.its.ac.id. 





layanan ke pemohon. 
2. Pemohon membaca 
kontrak dan 
mengisikan data di 
kontrak tersebut. 




tangan di atasnya. 
2. Memastikan bahwa 
terdapat peraturan 
yang mengikat bagi 
pengguna 
1. Membuat peraturan 
yang mengikat bagi 
pengguna. 
2. Memposting 
peraturan ke dalam 
website. 
3. Memberikan 
peraturan yang berlaku 
ke pengguna. 




1. Pemohon membaca 






Aktivitas Kontrol Aktivitas pada 
Prosedur 




tangannya di atasnya. 
Instalasi 1. Memastikan pesan 
tersampaikan kepada 
pihak Subdit IKTI. 
1. Menulis pesan untuk 
Subdit IKTI. 
2. Mengirim pesan 
untuk Subdit IKTI. 
3. Subdit IKTI 
menerima pesan. 




1. Menulis pesan yang 
berisikan resoources 
VPS yang dibutuhkan. 
3. Mengecek progress 
intalasi 
1. Subdit IKTI 
memasukkan progress 
pengerjaan ke dalam 
formulir. 
2. Subdit IKTI 
mengirimkan progress 
ke Subdit LTSI. 
3. Subdit LTSI dapat 
melihat progress dari 
Subdit IKTI. 
4. Memastikan VPS 
telah dibuat. 
1. Subdit IKTI 
memberitahukan 
bahwa VPS telah 
selesai dibuat kepada 






mengetahui VPS telah 
selesai dibuat. 
1. Subdit LTSI 
menginfokan kepada 
pengguna bahwa VPS 






Aktivitas Kontrol Aktivitas pada 
Prosedur 
password, dan tata 








website telah ada di 
website DPTSI dan 
telah dilaksanakan. 
1. Membuat peraturan 


























1. Memastikan alur 
pemantauan aktivitas 
domain dan hosting 
telah diketahui oleh 
staff terkait. 









domain dan hosting 




domain dengan cara 
membuka aplikasi 
yang telah tersedia di 
aplikasi mobile. 
3. Memastikan 
apabila terjadi insiden 
dapat dideteksi 
dengan mudah. 
1. Apabila terdapat 
notifikasi telah terjadi 
insiden, maka pihak 






Aktivitas Kontrol Aktivitas pada 
Prosedur 




insiden yang terjadi 
telah terisi. 
1. Apabila terjadi 






ketika terjadi insiden. 
1. Apabila terdapat 
notifikasi telah terjadi 
insiden, maka pihak 






setiap tahun sekali. 







contact person yang 
dimiliki saat ini. 
4. Contact person 
mengisi formulir. 






1. Subdit LTSI 
mengumpulkan 
formulir. 
2. Subdit LTSI 
merekap seluruh 























kontrak di website. 
2. Memastikan 
permintaan pelanggan 
telah terpenuhi sesuai 





2. Subdit LTSI 
memroses sesuai 
dengan permintaan 
yang ada di formulir. 
3. Apabila telah 
selesai, Subdit LTSI 
menginfokan kepada 




Tabel 6. 20 Penyusunan aktivitas kontrol layanan colocation server 





spesifikasi umum untuk 
server yang dapat 
dititipkan ke DPTSI 
telah ada di website. 
1. Menentukan 
spesifikasi umum 
untuk server yang 
dititipkan di DPTSI. 
2. Memposting 
spesifikasi tersebut ke 
website. 
2. Penggunaan formulir 
pengajuan layanan 




layanan ke website. 
Ownership of 
assets 
1. Penggunaan label 
yang standar di seluruh 
aset yang dititipkan 
1. Membuat standar 






Aktivitas Kontrol Aktivitas pada 
Prosedur 
2. Menggunakan 
ketentuan label yang 
telah disepakati. 
2. Memastikan seluruh 
aset telah 
terinventarisasi. 
1. Mendata aset yang 
ada di DPTSI. 
3. Memastikan batasan 
akses yang jelas telah 
diketahui oleh kedua 
belah pihak. 











informasi aset diketahui 
oleh pengguna. 













on yang aman. 
1. Membuat kebijakan 













password yang baik. 



















































1. Membuat kebijakan 
backup. 
2. Memposting 




1. Penggunaan formulir 
pengambilan server. 






2. Memastikan barang 
yang dikembalikan 
sesuai dengan barang 
yang dititipkan dahulu. 
1. Mengecek barang 
yang dititipkan 
dengan data serah 




keluar masuknya barang 
telah dilakukan. 
1. Mengisi formulir 
serah terima barang. 
 
6.2.2. SOP yang Dihasilkan 
Dari solusi yang telah dipaparkan sebelumnya, maka terdapat 





diajukan. Usulan ini diambil dengan mengacu pada best 
practice dari Perguruan Tinggi lainnya yang berkaitan dengan 
layanan domain, web hosting, VPS, dan colocation server, best 
practice yang diterapkan oleh Pengelola Nama Domain Internet 
Indonesia (PANDI), dan ISO 27002:2013. Secara keseluruhan, 
dokumen SOP ini dibagi menjadi 4 aktivitas, yaitu perencanaan 
penggunaan, pembuatan, pelaksanaan, dan pemantauan layanan 
domain, web hosting, VPS, dan colocation server. Hal ini 
diambil dengan mengacu aktivitas yang terdapat pada siklus 
hidup dari keempat layanan tersebut. Adapun pemetaan SOP 
yang diusulkan dapat dilihat pada Tabel 6.21. 
 
Tabel 6. 21 Pemetaan SOP yang dihasilkan 
Aktivitas SOP yang Akan Dihasilkan 
Perencanaan Penggunaan 
Layanan Domain, Web Hosting, 
VPS, dan Colocation Server 
SOP Pengajuan Layanan 
Domain, Web Hosting, VPS, 
dan Colocation Server 
Pembuatan Layanan Domain, 
Web Hosting, VPS, dan 
Colocation Server 
SOP Pembuatan Layanan 
Domain, Web Hosting, VPS, 
dan Colocation Server 
SOP Penitipan dan 
Pengembalian Server 
Pelaksanaan Layanan Domain, 
Web Hosting, VPS, dan 
Colocation Server 
SOP Pengelolaan Website 
SOP Reset Password CPanel 
Pemantauan Layanan Domain, 
Web Hosting, VPS, dan 
Colocation Server 
SOP Pemantauan Website 
SOP Pembaruan Data Contact 
Person 
SOP Perpanjangan dan 
Penghentian Kontrak Layanan 
Domain, Web Hosting, VPS, 
dan Colocation Server 
  
Berdasarkan tabel di atas telah diketahui bahwa dari keempat 
aktivitas tersebut dihasilkan 8 SOP di dalamnya. Adapun 





Tabel 6. 22 Deskripsi SOP 
SOP yang Akan 
Dihasilkan 
Deskripsi SOP 
SOP Pengajuan Layanan 
Domain, Web Hosting, 
VPS, dan Colocation 
Server 
Pengajuan Layanan Domain, Web 
Hosting, VPS, dan Colocation 
Server adalah aktivitas mengajukan 
permohonan pembuatan layanan 
domain, web hosting, VPS, dan 
colocation server ke Subdit Layanan 
Teknologi dan Sistem Informasi oleh 
unit kerja dan organisasi yang ada di 
ITS. 
SOP Pembuatan Layanan 
Domain, Web Hosting, 
VPS, dan Colocation 
Server 
Pembuatan layanan domain, web 
hosting, VPS, dan colocation server 
adalah aktivitas yang dilakukan 
untuk merealisasikan layanan 
domain, web hosting, VPS, dan 
colocation server yang sebelumnya 
diajukan oleh unit kerja atau 
organisasi yang berada di ITS.  
SOP Penitipan dan 
Pengembalian Server 
Penitipan dan pengembalian server 
adalah aktivitas terkait layanan 
colocation server di mana pengguna 
dapat menitipkan ke atau mengambil 
server yang dimiliki dari DPTSI. 
SOP Pengelolaan Website Pengelolaan website adalah aktivitas 
yang terkait dalam mendesain dan 
mengembangkan website, 
memanajemen password yang 
dimiliki, melakukan kontrol 
keamanan, dan backup terhadap 
website yang dikelola oleh masing-
masing unit kerja atau organisasi. 
SOP Reset Password 
CPanel 
Reset Password adalah aktivitas 
yang terkait dalam pengaturan ulang 
password yang digunakan oleh 
masing-masing unit kerja atau 
organisasi yang dilakukan oleh SDM 
dari Subdit Layanan Teknologi dan 





SOP yang Akan 
Dihasilkan 
Deskripsi SOP 
Infrastruktur dan Keamanan 
Teknologi Informasi. 
SOP Pemantauan Website Pemantauan website adalah proses 
rutin terkait pengumpulan data, 
pemindaian website dan pengukuran 
kemajuan atas objektif layanan yang 
berfokus pada pengelolaan website 
yang telah dilakukan oleh masing-
masing unit kerja atau organisasi. 
SOP Pembaruan Data 
Contact Person 
Pembaruan data contact person 
adalah proses rutin terkait 
pengumpulan data contact person 
dari unit kerja atau organisasi yang 
menjadi pelanggan untuk layanan 
domain, web hosting, VPS, dan 
colocation server di DPTSI. 
SOP Perpanjangan dan 
Penghentian Kontrak 
Layanan Domain, Web 
Hosting, VPS, dan 
Colocation Server 
Perpanjangan dan penghentian 
kontrak adalah proses rutin terkait 
pembaruan kontrak kerja sama 
antara Subdit Layanan Teknologi 
dan Sistem Informasi dengan unit 
kerja atau organisasi yang menjadi 
pelanggan dari DPTSI. 
6.2.3. Formulir yang Dihasilkan 
Dari SOP yang dihasilkan, terdapat kebutuhan beberapa 
formulir yang dibutuhkan untuk melakukan pencatatan dan 
pendokumentasian. Formulir ini membantu organisasi dalam 
menunjang aktivitas pelaksanaan pengelolaan layanan domain, 
web hosting, VPS, dan colocation server. Adapun formulir yang 
dihasilkan pada SOP Pengelolaan Layanan Domain, Web 







Tabel 6. 23 Formulir yang dihasilkan 

















Domain, Web Hosting, 




Layanan Domain, Web 














Domain, Web Hosting, 





Domain, Web Hosting, 
VPS, dan Colocation 
Server 
Formulir Online Data 
Pengguna Layanan 
Domain, Web Hosting, 






































Domain, Web Hosting, 






Formulir Online Berita 
Acara Pengecekan 
Konten Layanan 
Domain, Web Hosting, 









Kontrak Layanan  
Domain, Web 





Domain, Web Hosting, 




Domain, Web Hosting, 
VPS, dan Colocation 
Server. 
6.2.4. Pemetaan SOP dan Formulir 
Pada bagian ini akan dijelaskan mengenai pemetaan SOP 
dengan formulir yang dihasilkan. Adapun pemetaannya dapat 






Tabel 6. 24 Pemetaan SOP dengan formulir 
No. SOP SOP yang 
Dihasilkan 












































































No. SOP SOP yang 
Dihasilkan 

























































































No. SOP SOP yang 
Dihasilkan 














6.3. Pembuatan Dokumen SOP 
Pada bagian ini akan dijelaskan mengenai rincian dari SOP 
yang telah diusulkan peneliti. Adapun panduan pembuatan SOP 
yang diacu adalah Peraturan Menteri Pendayagunaan Aparatur 
Negara dan Reformasi Birokrasi Republik Indonesia Tentang 
Pedoman Penyusunan Standar Operasional Prosedur Nomor 35 
Tahun 2012. Kemudian, model yang digunakan untuk 
mendefinisikan alur aktivitas yang ada di dalam prosedur, 
peneliti menggunakan diagram alir (flowchart). Hal ini 
dilakukan untuk mempermudah dalam pemahaman 
pengambilan keputusan. 
6.3.1. SOP Pengajuan Layanan Domain, Web Hosting, VPS, 
dan Colocation Server 
Prosedur pengajuan layanan domain, web hosting, VPS, dan 
colocation server merupakan panduan untuk mengajukan 
permohonan pembuatan layanan domain, web hosting, VPS, 
dan colocation server oleh pengguna dari unit kerja atau 
organisasi kepada pihak DPTSI. 
1. Definisi 
Pengajuan layanan domain, web hosting, VPS, dan colocation 
server adalah aktivitas mengajukan permohonan pembuatan 
layanan domain, web hosting, VPS, dan colocation server ke 
Subdit Layanan Teknologi dan Sistem Informasi oleh unit kerja 
dan organisasi yang ada di ITS. 
 
2. Tujuan Utama 
Tujuan utama dari prosedur pengelolaan layanan domain, web 





kejelasan baik untuk pelanggan/unit maupun Subdit Layanan 
Teknologi dan Sistem Informasi sebagai pelaksana terkait alur 
proses pengajuan layanan domain, web hosting, VPS, dan 
colocation server, supaya pelanggan dan pelaksana dapat 
melakukan aktivitas pengajuan layanan domain, web hosting, 
VPS, dan colocation server dengan lebih teratur, efektif dan 
efisien. 
 
3. Deskripsi dan Informasi SOP 
 
Gambar 6. 1 Deskripsi dan alur SOP Pengajuan Layanan Domain, Web 




4. Alur Prosedur Pembuatan Layanan Domain, Web Hosting, VPS, dan Colocation Server 
 

































Gambar 6. 7 Formulir online Pengajuan Layanan Domain, Web 






Gambar 6. 8 Formulir online Pengajuan Layanan Domain, Web 






Gambar 6. 9 Formulir online Pengajuan Layanan Domain, Web Hosting, 






Gambar 6. 10 Formulir online Pengajuan Layanan Domain, Web 
Hosting, VPS, dan Colocation Server  (4) 
 
 
Gambar 6. 11 Formulir offline Pengajuan Layanan Domain, Web 












Gambar 6. 12 Formulir offline Surat Permohonan Pengajuan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server 
6.3.2. SOP Pembuatan Layanan Domain, Web Hosting, 
VPS, dan Colocation Server 
Prosedur pembuatan layanan domain, web hosting, VPS, dan 
colocation server merupakan panduan yang digunakan sebagai 
acuan bagi SDM di dalam Subdit Layanan Teknologi dan 
Sistem Informasi dan Subdit Infrastruktur dan Keamanan 
Teknologi Informasi dalam melakukan aktivitas pembuatan 







Pembuatan layanan domain, web hosting, VPS, dan colocation 
server adalah aktivitas yang dilakukan untuk merealisasikan 
layanan domain, web hosting, VPS, dan colocation server yang 
sebelumnya diajukan oleh unit kerja atau organisasi yang 
berada di ITS. 
 
2. Tujuan Utama 
Tujuan utama dari prosedur pembuatan layanan domain, web 
hosting, VPS, dan colocation server adalah sebagai panduan, 
arahan kerja yang sistematis dalam melakukan aktivitas 
pembuatan layanan domain, web hosting, VPS, dan colocation 
server, sehingga pembuatan layanan yang diajukan oleh 
pelanggan/unit kerja/organisasi dapat segera dipenuhi dengan 
lebih baik, efektif dan efisien. Selain itu, adanya prosedur juga 

























3. Deskripsi dan Informasi SOP 
 
 
Gambar 6. 13 Deskripsi dan informasi SOP Pembuatan Layanan 





4. Alur Prosedur  
 











































Gambar 6. 21 Formulir online Kontrak Perjanjian Layanan Domain, 






Gambar 6. 22 Formulir online Kontrak Perjanjian Layanan Domain, 






Gambar 6. 23 Formulir offline Kontrak Perjanjian Layanan Domain, 






















Gambar 6. 24 Formulir online Data Pengguna Layanan Domain, Web 






Gambar 6. 25 Formulir online Data Pengguna Layanan Domain, Web 






Gambar 6. 26 Formulir online Data Pengguna Layanan Domain, Web 
Hosting, VPS, dan Colocation Server  (3) 
 
 
Gambar 6. 27 Formulir offline Data Pengguna Layanan Domain, Web 






6.3.3. SOP Penitipan dan Pengembalian Server 
Prosedur penitipan dan pengembalian server merupakan 
panduan yang digunakan sebagai acuan bagi Sumber Daya 
Manusia (SDM) di dalam Subdit Infrastruktur dan Keamanan 
Teknologi Informasi dalam melakukan aktivitas penitipan dan 




Penitipan server adalah aktivitas mempercayakan server yang 
dimiliki oleh unit kerja atau organisasi kepada DPTSI untuk 
disimpan di rak server yang dimiliki oleh DPTSI. Sedangkan, 
pengembalian server adalah aktivitas diambilnya server yang 
dipercayakan untuk dititipkan kepada DPTSI sebelumnya oleh 
unit kerja atau organisasi yang bersangkutan.  
 
2. Tujuan Utama 
Tujuan utama dari prosedur penitipan dan pengembalian server 
adalah untuk memberikan gambaran secara umum terkait 
arahan kerja yang teratur dalam melakukan proses penitipan 
maupun pengembalian server yang dilakukan oleh SDM di 
dalam Subdit Infrastruktur dan Keamanan Teknologi Informasi. 
Prosedur penitipan dan pengembalian server secara umum ini 
dapat pula digunakan sebagai acuan dalam mengembangkan 
alur penitipan dan pengembalian server yang mungkin tidak 














3. Deskripsi dan Informasi SOP 
 







4. Alur Prosedur  
 



























































Gambar 6. 39 Formulir online Serah Terima Barang (2) 
 
 




















Gambar 6. 43 Formulir offline Data Inventaris Server 
6.3.4. SOP Pengelolaan Website 
Prosedur pengelolaan website merupakan panduan yang 
digunakan sebagai acuan bagi penanggung jawab teknis dari 
masing-masing unit kerja atau organisasi dalam melakukan 
aktivitas pengelolaan website yang dimiliki masing-masing. 
 
1. Definisi 
Pengelolaan website adalah aktivitas yang terkait dalam 
mendesain dan mengembangkan website, memanajemen 
password yang dimiliki, melakukan kontrol keamanan, dan 
backup terhadap website yang dikelola oleh masing-masing unit 
kerja atau organisasi. Dalam mendesain dan mengembangkan 
website harus memperhatikan beberapa hal, terutama 
kebutuhan-kebutuhan yang menjadi alasan dalam mengambil 
layanan domain, web hosting, VPS, dan colocation server. 
 
2. Tujuan Utama 
Tujuan utama dari prosedur pengelolaan website adalah untuk 
memberikan gambaran secara umum terkait arahan kerja yang 
teratur dalam melakukan proses pengelolaan website yang 
dimiliki, mulai dari mendesain dan mengembangkan website 
yang dimiliki, memanajemen password, melakukan kontrol 
keamanan, dan backup terhadap website yang dilakukan oleh 





masing. Prosedur pengelolaan website secara umum ini dapat 
pula digunakan sebagai acuan dalam mengembangkan alur 
migrasi yang mungkin tidak tercantum dalam prosedur, yang 
disesuaikan dengan kebutuhan. 
 
3. Panduan Mengenai Log On 
Berikut ini adalah peraturan-peraturan yang wajib diikuti ketika 
ingin mengembangkan atau membuat sebuah log on ke dalam 
hosting yang dikelola, antara lain: 
1. Tidak menampilkan sistem atau aplikasi pengguna 
sampai proses log on telah berhasil dilakukan. 
2. Menampilkan pemberitahuan secara umum yang berisi 
mengenai peringatan bahwa layanan hanya bisa diakses 
oleh pengguna yang berwenang saja. 
3. Tidak akan memberikan pesan bantuan yang akan 
membantu pengguna yang tidak sah selama prosedur 
log-on berlangsung. 
4. Melakukan validasi informasi log-on hanya pada 
semua input data telah selesai dilakukan. Namun 
apabila kondisi kesalahan terjadi, maka sistem tidak 
harus menunjukkan bagian mana data yang benar atau 
tidak benar. 
5. Melindungi dari upaya aktivitas brute force log on. 
6. Harus ada perbedaan antara log on yang gagal dan 
sukses. 
7. Menambah proteksi keamanan apabila potensi untuk 
terjadinya usaha atau pelanggaran terhadap log on yang 
telah sukses dilakukan. 
8. Menampilkan informasi-informasi berikut ini ketika 
telah berhasil log on dengan sukses, antara lain: 
a. Tanggal dan waktu dari riwayat log on yang 
berhasil dilakukan sebelumnya. 
b. Rincian dari setiap log on yang berbahil dilakukan 
sejak log on yang terakhir yang berhasil dilakukan. 
9. Tidak menampilkan password yang dimasukkan. 






11. Mengakhiri sesi aktif setelah perioder tertentu tidak 
aktif, terutama di lokasi yang memiliki risiko tinggi, 
seperti di area public atau eksternal di luar manajemen 
keamanan dari organisasi atau pada perangkat mobile. 
12. Membatasi percobaan log on yang gagal dilakukan 
sebagai keamanan tambahan. 
4. Panduan Mengenai Manajemen Password 
Baik Subdit Infrastruktur dan Keamanan Teknologi Informasi 
maupun penanggung jawab dari masing-masing unit kerja atau 
organisasi harus memastikan password yang digunakan adalah 
berkualitas. Berikut ini adalah panduan yang wajib diikuti 
dalam mengelola password yang dimiliki, antara lain: 
1. Menerapkan penggunaan username dan password 
individu untuk menjaga akuntabilitas dari pengguna. 
2. Memungkinkan pengguna untuk memilih dan 
mengubah password mereka sendiri dan termasuk 
prosedur konfirmasi untuk kemungkinan kesalahan 
input. 
3. Menggunakan pilihan password yang berkualitas. 
4. Memaksa pengguna untuk mengubah password yang 
dimiliki pada saat log on pertama kali (password 
default awal). 
5. Mengubah password secara berkala. 
6. Mengingat password-password yang telah digunakan 
sebelumnya dan mencegah penggunaan kembali 
password-password tersebut. 
7. Tidak menampilkan password ketika pada saat log on. 
8. Penyimpanan password dilakukan secara terpisah dari 
aplikasi. 
5. Panduan Mengenai Menjaga dari Malware 
Berikut ini adalah panduan yang wajib diikuti ketika ingin 
menjaga layanan yang dikelola dari malware, antara lain: 
1. Menetepkan kebijakan formal yang melarang 
penggunaan perangkat lunak yang tidak sah. 
2. Menetapkan kontrol untuk mencegah dan mendeteksi 





3. Menerapkan kontrol yang mencegah atau mendeteksi 
penggunaan situs yang diketahui dan diduga berbahaya. 
4. Menetapkan kebijakan formal untuk melindungi dari 
adanya risiko terkait dengan eksploitasi file dan 
perangkat lunak, baik dari jaringan eksternal maupun 
dari media apapun, untuk menunjukkan tindakan 
perlindungan apa yang harus diambil. 
5. Mengurangi kerentanan yang dapat dimanfaatkan oleh 
malware. 
6. Melakukan tinjauan secara berkala baik dari software 
yang digunakan hingga isi data yang digunakan. 
7. Terdapat pendeteksian malware untuk setiap instalasi 
dan pembaruan rutin yang digunakan. Hal ini 
digunakan sebagai tindakan pencegahan. 
8. Melakukan scanning secara berkala. Adapun scanning 
yang dilakukan harus mencakup beberapa di bawah ini, 
antara lain: 
a. Memindai setiap file yang diterima dari jarangan luar 
atau melalui bentuk media penyimpanan ekstenal dari 
adanya malware. 
b. Memindai lampiran surat elektronik dan mengunduh 
malware sebelum digunakan. Scan ini harus dilakukan 
di tempat yang berbeda. 
c. Halaman website yang dikembangkan juga harus bisa 
memindai mengenai malware yang dimiliki. 
9. Mendefinisikan mengenai prosedur dan tanggung 
jawab untuk menangani perlindungan malware pada 
sistem, pelatihan penggunaannya, pelaporan, dan 
pemulihan dari serangan malware. 
10. Menyiapkan rencana keberlangsungan bisnis yang 
tepat untuk pulih dari serangan malware, termasuk 
semua data, software cadangan, dan pengaturan 
pemulihan yang diperlukan. 
11. Menerapkan prosedur untuk mengumpulkan informasi 
secara baru sebagai cara untuk mendapatkan informasi 





12. Menerapkan prosedur untuk melakukan verifikasi 
informasi yang berkaitan malware. 
13. Memastikan bahwa sumber-sumber yang digunakan 
adalah berkualitas. 
14. Mengisolasi lingkungan di mana terdapat dampat 
bencana yang dapat terjadi. 
6. Deskripsi dan Informasi SOP 
 





7. Alur Prosedur  
 












































































Gambar 6. 58 Formulir online Laporan Perubahan Password (2) 
 
 


















































Gambar 6. 66 Formulir offline Laporan Backup 
6.3.5. SOP Reset Password CPanel 
Prosedur Reset Password CPanel merupakan panduan yang 
digunakan sebagai acuan bagi SDM dari Subdirektorat Layanan 
Teknologi dan Sistem Informasi dalam melakukan aktivitas 
mengatur ulang (mereset) password CPanel. Aktivitas di dalam 
prosedur ini baru akan dilakukan ketika ada permintaan 









Reset Password adalah aktivitas yang terkait dalam pengaturan 
ulang password yang digunakan oleh masing-masing unit kerja 
atau organisasi yang dilakukan oleh SDM dari Subdit Layanan 
Teknologi dan Sistem Informasi dan Subdit Infrastruktur dan 
Keamanan Teknologi Informasi. 
 
2. Tujuan Utama 
Tujuan utama dari prosedur reset password adalah untuk 
memberikan gambaran secara umum terkait arahan kerja yang 
teratur dalam melakukan proses pengaturan ulang password 
yang dimiliki oleh contact person dari unit kerja atau organisasi 
masing-masing yang dilakukan oleh SDM dari Subdit Layanan 
Teknologi dan Sistem Informasi dan Subdit Infrastruktur dan 
Keamanan Teknologi Informasi. Prosedur reset password 
secara umum ini dapat pula digunakan sebagai acuan dalam 
mengembangkan alur mengatur ulang yang mungkin tidak 
























3. Deskripsi dan Informasi SOP 
 





4. Alur Prosedur  
 

























Gambar 6. 72 Formulir online Permohonan Reset Password CPanel (2) 
 
 
















Gambar 6. 74 Formulir online Riwayat Layanan Domain, Web Hosting, 






Gambar 6. 75 Formulir online Riwayat Layanan Domain, Web Hosting, 





Gambar 6. 76 Formulir online Riwayat Layanan Domain, Web Hosting, 
VPS, dan Colocation Server (3) 
 
 
Gambar 6. 77 Formulir offline Riwayat Layanan Domain, Web Hosting, 
VPS, dan Colocation Server 
6.3.6. SOP Pemantauan Website 
Prosedur pemantauan website merupakan panduan yang 
digunakan sebagai acuan bagi Sumber daya Manusia (SDM) di 
dalam Subdit Layanan Teknologi dan Sistem Informasi dalam 





dari domain, web hosting, VPS, dan colocation server yang 




Pemantauan (monitoring) adalah proses rutin terkait 
pengumpulan data, pemindaian website dan pengukuran 
kemajuan atas objektif layanan yang berfokus pada pengelolaan 
website yang telah dilakukan oleh masing-masing unit kerja 
atau organisasi. Dalam subyek ini, pemantauan adalah aktivitas 
yang dilakukan oleh SDM di dalam Subdit Layanan Teknologi 
dan Sistem Informasi untuk melakukan pengawasan terhadap 
kinerja/operasional dari domain, web hosting, VPS, dan 
colocation server yang dilihat dari website yang dikembangkan 
oleh masing-masing unit kerja/organisasi serta menemukan 
permasalahan di dalam layanan tersebut yang berpotensi 
memberikan gangguan kepada pelanggan/unit yang 
menggunakan layanan tersebut.  
 
2. Tujuan Utama 
Tujuan utama dari prosedur pemantauan website adalah untuk 
memberikan kejelasan alur aktivitas pemantauan yang 
dilakukan oleh Subdit Layanan Teknologi dan Sistem 
Informasi, sehingga dengan adanya aktivitas pemantauan secara 
rutin, dapat mengurangi defect yang ada di dalam layanan 















3. Deskripsi dan Informasi SOP 
 
 





4. Alur Prosedur  
 
















































Gambar 6. 87 Formulir offline Berita Acara Pemantauan Website 
6.3.7. SOP Pembaruan Data Contact Person 
Prosedur pembaruan data contact person merupakan panduan 
yang digunakan sebagai acuan bagi Sumber daya Manusia 
(SDM) di dalam Subdit Layanan Teknologi dan Sistem 
Informasi dalam melakukan aktivitas pembaruan data contact 




Pembaruan data contact person adalah proses rutin terkait 





yang menjadi pelanggan untuk layanan domain, web hosting, 
VPS, dan colocation server di DPTSI. Hal ini dilakukan untuk 
menjaga komunikasi antara Subdit Layanan Teknologi dan 
Sistem Informasi dengan unit kerja atau organisasi terkait. 
Selain itu, juga mempermudah penginformasian mengenai 
insiden atau aktivitas-aktivitas tertentu terkait layanan domain, 
web hosting, VPS, dan colocation server. 
 
2. Tujuan Utama 
Tujuan utama dari prosedur pembaruan data contact person 
adalah untuk memberikan kejelasan alur aktivitas pembaruan 
data yang dilakukan oleh Subdit Layanan Teknologi dan Sistem 





























3. Deskripsi dan Informasi SOP 
 





4. Alur Prosedur  
 






















Gambar 6. 92 Formulir online Pembaruan Data Contact Person (2) 
 
 
Gambar 6. 93 Formulir offline Pembaruan Data Contact Person 
6.3.8. SOP Perpanjangan dan Penghentian Kontrak 
Prosedur perpanjangan dan penghentian kontrak merupakan 
panduan yang digunakan sebagai acuan bagi Sumber daya 
Manusia (SDM) di dalam Subdit Layanan Teknologi dan 





penghentian kontrak dari layanan domain, web hosting, VPS, 
dan colocation server. 
 
1. Definisi 
Perpanjangan dan penghentian kontrak adalah proses rutin 
terkait pembaruan kontrak kerja sama antara Subdit Layanan 
Teknologi dan Sistem Informasi dengan unit kerja atau 
organisasi yang menjadi pelanggan dari DPTSI. Pembaruan 
kontrak ini terdapat 2 jenis, yaitu perpanjangan dan penghentian 
kontrak. Perpanjangan kontrak adalah aktivitas yang dilakukan 
oleh contact person masing-masing unit kerja atau organisasi 
untuk memperpanjang jangka waktu penggunaan layanan 
domain, web hosting, VPS, dan colocation server sedangkan 
penghentian kontrak adalah sebaliknya, yaitu aktivitas 
menghentikan waktu penggunaan layanan oleh contact person 
dari masing-masing unit kerja atau organisasi. Hal ini dilakukan 
untuk memperjelas jangka waktu penggunaan dari layanan 
domain, web hosting, VPS, dan colocation server oleh 
pengguna. 
 
2. Tujuan Utama 
Tujuan utama dari prosedur perpanjangan dan penghentian 
kontrak adalah untuk memberikan kejelasan alur aktivitas 
perpanjangan dan penghentian kontrak yang dilakukan oleh 
Subdit Layanan Teknologi dan Sistem Informasi dan contact 
person di masing-masing unit kerja atau organisasi, sehingga 
dengan adanya aktivitas perpanjangan dan penghentian kontrak 













3. Deskripsi dan Informasi SOP 
 







4. Alur Prosedur  
 













































Verifikasi adalah sebuah aktivitas mengecek dokumen SOP 
Pengelolaan Domain, Web Hosting, VPS, dan Colocation 
Server yang telah dibuat sudah benar untuk pihak DPTSI. 
Verifikasi dilakukan dengan 2 cara, yaitu expert review dan 
review dari pihak DPTSI. Expert review dilakukan dengan Pak 
Noor Azam, selaku Branch Manager dari PT. Rahajasa Media 
Internet. Kemudian, dari pihak DPTSI dilakukan dengan 
Kasubdit Layanan Teknologi dan Sistem Informasi, Bu Hanim 
dan Kasubdit Infrastruktur dan Keamanan Teknologi Informasi, 
Pak Royyan. Hasil verifikasi dapat dilihat pada Lampiran F. 
Berdasarkan hasil verifikasi, terdapat beberapa perbaikan pada 
dokumen SOP. Adapun perbaikan yang telah dilakukan, antara 
lain: 
1. Penggantian nama FRM-LTSI-011 menjadi Formulir 
Berita Acara Pemantauan Website. 
Berdasarkan hasil verifikasi SOP, terdapat ketidaksesuaian 
antara nama formulir dengan nama SOP yang digunakan. 
Sebaiknya nama formulir yang digunakan adalah Formulir 
Berita Acara Pemantauan Website. 
- Sebelum Perubahan 
 
Gambar 6. 102 Perubahan nama FRM-LTSI-011 pada bagian konten 






Gambar 6. 103 Perubahan nama FRM-LTSI-011 pada formulir online 
(sebelum peruahan) 
 
Gambar 6. 104 Perubahan nama FRM-LTSI-011 pada deskripsi dan 






Gambar 6. 105 Perubahan nama FRM-LTSI-011 pada alur SOP 
(sebelum perubahan) 
- Sesudah Perubahan 
 
Gambar 6. 106 Perubahan nama FRM-LTSI-011 pada konten SOP 
(sesudah perubahan) 
 







Gambar 6. 108 Perubahan nama FRM-LTSI-011 pada deskripsi dan 
informasi SOP (sesudah perubahan) 
 
Gambar 6. 109 Perubahan nama FRM-LTSI-011 pada alur SOP 
(sesudah perubahan) 
 
2. Pembetulan penulisan alur pada Prosedur Pembuatan 
Layanan Domain, Web Hosting, VPS, dan Colocation Server. 
Berdasarkan hasil verifikasi yang telah dilakukan, terjadi 
pembetulan penulisan alur pada Prosedur Pembuatan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server. Hal ini 
dilakukan karena terjadi ketidaksinkronan antara aktivitas dan 
flowchartnya. 






Gambar 6. 110 Pembetulan alur pada Prosedur Pembuatan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server (sebelum perubahan) 
(1) 
 
Gambar 6. 111 Pembetulan alur pada Prosedur Pembuatan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server (sebelum perubahan) 
(2) 
 
Gambar 6. 112 Pembetulan alur pada Prosedur Pembuatan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server (sebelum perubahan) 
(3) 






Gambar 6. 113 Pembetulan alur pada Prosedur Pembuatan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server (sesudah perubahan) 
(1) 
 
Gambar 6. 114 Pembetulan alur pada Prosedur Pembuatan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server (sesudah perubahan) 
(2) 
 
Gambar 6. 115 Pembetulan alur pada Prosedur Pembuatan Layanan 









3. Penambahan item pada Formulir Pengajuan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server. 
Berdasarkan hasil verifikasi yang dilakukan, terdapat pengguna 
layanan yang hanya menggunakan layanan domain ITS namun 
menggunakan hosting di luar ITS. Oleh karena itu, dibutuhkan 
1 item pada Formulir Pengajuan Layanan Domain, Web 
Hosting, VPS, dan Colocation Server untuk mengidentifikasi IP 
yang digunakan oleh pengguna. 
- Sebelum perubahan 
 
Gambar 6. 116 Penambahan item pada Formulir Pengajuan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server (sebelum perubahan) 
- Sesudah perubahan 
 
Gambar 6. 117 Penambahan item pada Formulir Pengajuan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server  (sesudah perubahan) 
 
4. Penambahan alur pada Prosedur Pengelolaan Website. 
Berdasarkan verifikasi yang telah dilakukan, terdapat alur yang 
perlu ditambahkan ketika pengguna telah selesai melakukan 
reset password, mereka dapat melakukan aktivitas pengelolaan 
yang lainnya. 






Gambar 6. 118 Penambahan alur pada Prosedur Pengelolaan Website 
(sebelum perubahan) 
- Sesudah perubahan 
 
Gambar 6. 119 Penambahan alur pada Prosedur Pengelolaan Website 
(sesudah perubahan) 
 
5. Pembuatan Formulir Offline Layanan Domain, Web 
Hosting, VPS, dan Colocation Server. 
Berdasarkan verifikasi yang telah dilakukan, ditemukan tetap 
perlu dibuatkan formulir secara offline sebagai acuan dari 
formulir yang digunakan. 
- Sebelum perubahan 
Tidak terdapat formulir offline. 






Gambar 6. 120 Salah satu bentuk formulir offline 
 
6. Perubahan Nama Prosedur Reset Password. 
Berdasarkan verifikasi yang telah dilakukan, terjadi perubahan 
nama Prosedur Reset Password Website menjadi Reset 
Password CPanel. Hal ini dilakukan karena yang pada 
pelaksanaannya yang dilakukan reset adalah password untuk 
CPanel. 






Gambar 6. 121 Perubahan nama Prosedur Reset Password pada konten 
SOP (sebelum perubahan) 
 
 
Gambar 6. 122 Perubahan nama Prosedur Reset Password pada 
deskripsi dan informasi SOP (sebelum perubahan) 
 
- Sesudah perubahan 
 
Gambar 6. 123 Perubahan nama Prosedur Reset Password pada konten 







Gambar 6. 124 Perubahan nama Prosedur Reset Password pada 
deskripsi dan informasi SOP (sesudah perubahan) 
 
7. Pendetailan Alur pada Prosedur. 
Berdasarkan hasil verifikasi, dibutuhkan pendetailan kembali 
mengenai alur yang digunakan di setiap prosedur. Selain itu, 
dilakukan pula penyederhanaan pemilihan kata yang digunakan 
di prosedur yang dibuat. Hal ini dilakukan agar pengguna SOP 
dapat memahami alur prosedur dengan lebih mudah. 
- Sebelum perubahan 
 
Gambar 6. 125 Salah satu perubahan alur prosedur (sebelum 
perubahan) 






Gambar 6. 126 Salah satu perubahan alur prosedur (sesudah 
perubahan) 
6.5. Validasi 
Validasi dokumen Standard Operating Procedure (SOP) 
mengenai pengelolaan layanan domain, web hosting, VPS, dan 
colocation server dilakukan dengan cara pembuatan skenario 
dan checklist yang harus dilakukan. Hal ini dilakukan untuk 
mengetahui keseuaian dokumen SOP sesuai dengan kebutuhan 
dari DPTSI. Hasil validasi dapat dilihat pada Lampiran G dan 
H. Adapun skenario yang dilakukan dapat dilihat pada Tabel 
6.25. 
Tabel 6. 25 Skenario hasil validasi 
SKENARIO HASIL SIMULASI 
1 V Staf LTSI 
mendokumentasikan 
aktivitas pengajuan 
layanan domain, web 





baik. Terminologi pada 
formulir dapat dipahami. 
Namun, pada formulir 
ditambahkan unit (jenis 
domain yang diambil) 
2 V Staf LTSI 
mendokumentasikan 
kontrak perjanjian 
layanan domain, web 
hosting, VPS, dan 
Simulasi dapat 
dilaksanakan dengan 
baik. Terminologi pada 





SKENARIO HASIL SIMULASI 
colocation server 
(FRM-LTSI-002) 
3 V Staf LTSI 
mendokumentasikan 
data pengguna layanan 
domain, web hosting, 





baik. Terminologi pada 
formulir dapat dipahami. 
Namun, pada formulir 
ditambahkan unit (jenis 
domain yang diambil) 
4 V Staf IKTI 
mendokumentasikan 




baik. Terminologi pada 
formulir dapat dipahami. 
5 V Staf IKTI 
mendokumentasikan 




baik. Terminologi pada 
formulir dapat dipahami. 







baik. Terminologi pada 
formulir dapat dipahami. 
Namun, pada formulir 
ditambahkan unit (jenis 
domain yang diambil) 
7 V Staf LTSI 
mendokumentasikan 
riwayat layanan 
domain, web hosting, 





baik. Terminologi pada 
formulir dapat dipahami. 
8 V Staf LTSI 
mendokumentasikan 
mengenai pemantauan 




baik. Terminologi pada 
formulir dapat dipahami. 









SKENARIO HASIL SIMULASI 
contact person (FRM-
LTSI-012) 
baik. Terminologi pada 
formulir dapat dipahami. 





layanan domain, web 





baik. Terminologi pada 






































Bab ini berisi tentang kesimpulan dan saran dari penelitian yang 
dilakukan yang dapat bermanfaat untuk perbaikan dan 
penelitian selanjutnya di masa yang akan datang. 
7.1. Kesimpulan 
Kesimpulan didapatkan untuk menjawab dari rumusan masalah 
yang telah dijelaskan sebelumnya dan dari hasil penelitian yang 
telah dilakukan oleh peneliti. Berikut ini kesimpulan yang 
didapatkan peneliti berdasarkan rumusan masalah yang 
dipaparkan sebelumnya, antara lain sebagai berikut: 
 
1. Kesenjangan yang timbul di kondisi proses bisnis saat ini 
tentang pengelolaan web hosting, domain, dan colocation 
server di DPTSI dibandingkan dengan kondisi ideal 
berdasarkan PANDI dan ISO/IEC 27002:2013 
Analisis kesenjangan dilakukan dengan cara membandingkan 
kondisi proses bisnis saat ini dengan kondisi ideal berdasarkan 
best practice yang diterapkan oleh Perguruan Tinggi lainnya, 
Pengelola Nama Domain Internet Indonesia (PANDI), dan 
framework ISO/IEC 27002:2013. Aktivitas pengelolaan 
layanan web hosting, domain, dan colocation server diambil 
dari best practice yang telah dilakukan oleh Perguruan Tinggi 
lainnya dan Pengelola Nama Domain Internet Indonesia 
(PANDI). Aktivitas tersebut terdiri dari perencanaa, 
pembuatan, implementasi, dan pemantauan layaann web 
hosting, domain, dan colocation server. Hasil analisis 
kesenjangan menunjukkan bahwa dalam menjalankan 
pengelolaan layanan tersebut belum ada alur yang jelas dan 
tertulis mengenai hal tersebut, mulai dari pengajuan hingga 
akhir kontrak. Kemudian, masih banyak aktivitas yang belum 
dilakukan terkait pengelolaan layanan, terutama dalam hal 
melakukan pemantauan aktivitas dari para pengguna layanan. 
Selain itu, perihal pencatatan dan pendokumentasian belum 





ini, maka pihak pengelola membutuhkan sebuah Standard 
Operating Procedure (SOP) mengenai pengelolaan layanan 
tersebut sehingga dapat menjadi pedoman dan acuan yang jelas 
mengenai pengelolaan layanan web hosting, domain, dan 
colocation server yang diberikan. SOP di sini juga termasuk 
dengan formulir dan template terkait pengelolaan layanan web 
hosting, domain, dan colocation server agar mempermudah 
pendokumentasian dan pencatatan. SOP yang disusun mengacu 
pada best practice yang diterapkan pada Perguruan Tinggi 
lainnya, Pengelola Nama Domain Internet Indonesia, dan ISO 
27002:2013. Selain dibutuhkan adanya SOP, dibutuhkan 
kebijakan yang jelas mengenai pengelolaan layanan tersebut. 
Sehingga prosedur yang dibuat dapat mendukung kebijakan 
yang telah ada. 
 
2. Pembuatan Standard Operating Procedure (SOP) 
Pengelolaan Web Hosting, Domain, dan Colocation Server 
berdasarkan Pengelola Nama Domain Internet Indonesia 
(PANDI) dan framework ISO/IEC 27002:2013 
Berdasarkan hasil analisis kesenjangan yang dilakukan, maka 
terdapat 8 usulan prosedur yang dihasilkan. Adapun prosedur 
tersebut, antara lain 1) Prosedur Pengajuan Layanan Domain, 
Web Hosting, VPS, dan Colocation Server, 2) Prosedur 
Pembuatan Layanan Domain, Web Hosting, VPS, dan 
Colocation Server, 3) Prosedur Penitipan dan Pengembalian 
Server, 4) Prosedur Pengelolaan Website, 5) Prosedur Reset 
Password CPanel, 6) Prosedur Pemantauan Website, 7) 
Prosedur Pembaruan Data Contact Person, dan 8) Prosedur 
Perpanjangan dan Penghentian Kontrak Layanan Domain, Web 
Hosting, VPS, dan Colocation Server. Selain dihasilkan 
kedelapan prosedur tersebut, dihasilkan pula 14 formulir yang 
digunakan untuk melengkapi dan mendukung jalannya 
dokumen SOP tersebut. Prosedur dan formulir tersebut 
dibukukan secara terpisah menjadi sebuah dokumen produk 
dengan judul Dokumen Standard Operating Procedure (SOP) 






3. Hasil pengujian dokumen Standard Operating Procedure 
(SOP) 
Pengujian dokumen SOP dilakukan dengan cara verifikasi dan 
validasi. Untuk verifikasi dilakukan dengan cara wawancara 
dengan pihak Subdit Layanan Teknologi dan Sistem Informasi 
dan Subdit Infrastruktur dan Keamanan Teknologi Informasi. 
Selain itu, dilakukan pula expert review oleh Branch Manager 
PT. Radnet cabang Surabaya. Kemudian, untuk validasi 
dilakukan dengan cara melakukan uji coba dengan 
menggunakan skenario yang telah dibuat. Validasi dilakukan 
dengan responden 3 orang, yaitu Bu Wiwin selaku staf 
Subdirektorat Layanan Teknologi dan Sistem Informasi dan 
Mas Andy serta Aji selaku representatif dari unit 
kerja/organisasi. Dari verifikasi yang telah dilakukan, terdapat 
7 perubahan, yaitu penggantian nama FRM-LTSI-011 menjadi 
Formulir Berita Acara Pemantauan Website, pembetulan 
penulisan penulisan alur pada Prosedur Pembuatan Layanan 
Domain, Web Hosting, VPS, dan Colocation Server, 
penambahan item pada Formulir Pengajuan Layanan Domain, 
Web Hosting, VPS, dan Colocation Server, penambahan alur 
pada Prosedur Pengelolaan Website, pembuatan Formulir 
Offline Layanan Domain, Web Hosting, VPS, dan Colocation 
Server, perubahan nama prosedur Reset Password, dan 
pendetailan alur pada prosedur. Kemudian, untuk validasi 
dilakukan dengan menggunakan 10 skenario. Dari hasil validasi 
yang telah dilakukan menunjukkan bahwa dokumen SOP yang 
dibuat telah sesuai dengan kebutuhan dan mudah dipahami. 
Namun, perlu ditambahkan item Unit Kerja pada beberapa 
formulir saja. 
7.2. Saran 
Saran yang dapat peneliti sampaikan mengenai pengerjaan 
tugas akhir ini, antara lain: 
1. Saran bagi pihak pengelola layanan domain, web hosting, 
VPS, dan colocation server. 
 Untuk meningkatkan penggunaan dokumen Standard 





penerapan/implementasi dan perlu dilakukan 
sosialisasi pada seluruh pelaksana SOP. 
 Agar SOP ini semakin kuat pelaksanaannya, maka 
diperlukan pembuatan kebijakan mengenai 
pengelolaan layanan domain, web hosting, dan 
colocation server. 
 Formulir yang diusulkan dapat dilakukan perubahan 
konten sesuai dengan kebutuhan DPTSI dalam 
pengelolaan layaanan. 
2. Saran bagi penelitian selanjutnya. 
 Penelitian selanjutnya mengenai pengelolaan layanan 
domain, web hosting, dan colocation server dapat 
dilakukan pendefinisian aktivitas yang lebih terperinci, 
baik dari sisi Subdit Layanan Teknologi dan Sistem 
Informasi, Subdit Infrastruktur dan Keamanan 
Teknologi Informasi, dan sisi pengguna layanan. 
 Agar semakin kuat SOP yang dibuat, maka dibutuhkan 
pembuatan kebijakan yang berkaitan dengan layanan. 
 Dibutuhkan analisis kesenjangan yang lebih mendalam 
dan menggunakan metode yang lain agar semakin 
menyempurnakan SOP layanan yang dibuat. 
 Pembuatan tugas akhir ini mengacu best practice yang 
diterapkan oleh Perguruan Tinggi lainnya, Pengelola 
Nama Domain Internet Indonesia, dan ISO/IEC 
27002:2013. Untuk penelitian selanjutnya mengenai 
pembuatan dokumen SOP Pengelolaan Layanan 
Domain, Web Hosting, dan Colocation Server dapat 














[1] Lembaga Pengembangan Teknologi Sistem Informasi, 
“Struktur Organisasi,” DPTSI, 16-Jun-2016. [Daring]. 
Tersedia pada: http://dptsi.its.ac.id/?page_id=152. 
[Diakses: 03-Nov-2016]. 
[2] Achmad Affandi, “Memorandum Akhir Jabatan Ketua 
Lembaga Pengembangan Teknologi Sistem Informasi 
2016,” Lembaga Pengembangan Teknologi Sistem 
Informasi ITS, Surabaya, Memorandum Akhir Jabatan, 
Mar 2016. 
[3] Valliant Verlyando, “Jumlah Domain di ITS,” 30-Sep-
2016. 
[4] Bekti Cahyo Hidayanto dan Hanim Maria Astuti, 
“Keadaan LPTSI dan Insiden yang Berkaitan Dengan 
Web Hosting, Domain, dan Colocation Server,” 29-Apr-
2016. 
[5] Octgi dan M. RIzki Wicaksono, “Pengalaman 
Mengajukan Permohonan Web Hosting dan Domain Di 
LPTSI,” 11-Apr-2016. 
[6] Teguh Hambudi, #1 Professional General Affair: 
Panduan Bagian Umum Perusahaan Modern, Pertama. 
Jakarta: Visimedia, 2015. 
[7] Inayatin ’Ulya Ataina, Pembuatan Standard Operating 
Procedure (SOP) Manajemen Akses Sistem Informasi 
Manajemen (SIM) Berdasarkan Kerangka Kerja ITIL V3 
Dan ISO 27002 (Studi Kasus: Institut Teknologi Sepuluh 
Nopember). Surabaya, 2016. 
[8] Ari Cahaya Puspitaningrum, Pembuatan Standard 
Operating Procedure (SOP) Pengembangan Sistem 
Informasi Manajemen (SIM) Berdasarkan Analisis 
Kesenjangan Dengan Menggunakan  Kerangka Kerja 
COBIT 5 Dan ITIL V3 (Studi Kasus: Lembaga 
Pengembangan Teknologi Sistem Informai Institut 
Teknologi Sepuluh Nopember Surabaya). Surabaya, 
2016. 
[9] Brian Shuster, Johnson Leong, Matthew Price, Brian 





method for hosting and assigning domain names on a 
wide area network,” 03-Feb-2004. 
[10] P. Pollock, Web Hosting For Dummies. New Jersey: John 
Wiley & Sons, 2013. 
[11] Nadiar AS, “Mengenal Pengertian Domain Name dan 
Web Hosting dalam Internet,” Pabelog, 05-Agu-2013. 
[Daring]. Tersedia pada: 
http://arsip.pabelog.com/pengertian-nama-domain-
hosting/. [Diakses: 03-Nov-2016]. 
[12] Nadiar AS, “Mengenal Lebih Dalam Berbagai Jenis 
Webhosting, Shared, VPS, dll,” Pabelog, 21-Feb-2013. 




[13] Nadiar AS, “Apa itu VPS Hosting? Kapan Saya 
Memerlukan VPS?,” Pabelog, 13-Apr-2013. [Daring]. 
Tersedia pada: http://arsip.pabelog.com/vps-hosting-
indonesia-terbaik/. [Diakses: 03-Nov-2016]. 
[14] R. Hidayat, Cara Praktis Membangun Website Gratis. 
Jakarta: Elex Media Komputindo, 2010. 
[15] “1.-Kebijakan-Umum-Nadom-versi-4.0-Final.pdf.” . 
[16] satelitweb, “siklus hidup domain name,” Satelitweb Blog, 
16-Okt-2015. . 
[17] Administrator, “Perputaran Siklus Hidup Domain | Masa 
Hidup Domain | Tutorial Web Design, Artikel Belajar 
Cara Membuat Desain Website Murah Gratis Domain 
Hosting Email,” PT. Otak Kanan Group, 12-Nov-2012. 
[Daring]. Tersedia pada: 
http://desainweb.com/site/perputaran-siklus-hidup-
domain-masa-hidup-domain/. [Diakses: 03-Nov-2016]. 
[18] T. M. Nusantara, TMN Ready to Hosting: 5 tips for a 
simpler way to online. PT Tokoteknologi Mikroelektronik 
Nusantara. 
[19] Pengelola Nama Domain Internet Indonesia, “Beranda,” 




[Daring]. Tersedia pada: https://pandi.id/. [Diakses: 03-
Nov-2016]. 
[20] D. oleh I. W. Hosting, “Pengertian Colocation Server,” 
20-Feb-2015. . 
[21] Rendra Trisyanto Surya, “Apa ‘Tata Kelola Teknologi 
Informasi’ (IT Governance) Itu? - KOMPASIANA.com,” 





[22] I. M. BUDIHARDJO, Panduan Praktis Menyusun SOP, 
I. Jakarta: RAS, 2014. 
[23] Amazine.co, “Apa itu ISO 27002? Definisi, Cakupan & 
Manfaatnya.” [Daring]. Tersedia pada: 
http://www.amazine.co/25859/apa-itu-iso-27002-
definisi-cakupan-manfaatnya/. [Diakses: 03-Nov-2016]. 
[24] International Organization for Standardization (ISO) dan 
International Electrotechnical Commission (IEC), 
“ISO/IEC 27002:2013 Information Technology - Security 
Techniques - Code of Practice for Information Security 
Control.” ISO, 2013. 
[25] Bekti Cahyo Hidayanto, “Keterkaitan Antara Web 
Hosting, Domain, dan Colocation Server,” 20-Okt-2016. 
[26] Suroto Adi, “GAP ANALYSIS (ANALISA 
KESENJANGAN),” School of Information Systems. 
[Daring]. Tersedia pada: 
http://sis.binus.ac.id/2015/07/28/gap-analysis-analisa-
kesenjangan/. [Diakses: 03-Nov-2016]. 
[27] A. Parasuraman, V. A. Zeithaml, dan L. L. Berry, “A 
Conceptual Model of Service Quality and Its Implications 
for Future Research,” J. Mark., vol. 49, no. 4, hal. 41–50, 
1985. 
[28] Metode-Algoritma.com, “Business Process Management 
(Manajamen Proses Bisnis) | Contoh Program.” . 






[30] A. E-Jurnal, “PENGERTIAN DAN MANFAAT STUDI 
KASUS,” E-JURNAL. . 
[31] Beyond Borders: Communication Modernity & History. 
Jakarta: London School, 2010. 
[32] Ahalla-ts-fisip12, “Studi Kasus Sebagai Strategi 




tml. [Diakses: 03-Nov-2016]. 
[33] M. Mursalin, “Pengertian Unit Analisis dalam 
Penelitian,” Referensi Makalah. . 
[34] Subliyanto, “Subyek Penelitian dan Responden 
Penelitian,” 09-Jun-2010. . 
[35] Aengatombom, “Pengertian Objek penelitian,” Scribd. 
[Daring]. Tersedia pada: 
https://id.scribd.com/doc/149548027/Pengertian-Objek-
penelitian. [Diakses: 03-Nov-2016]. 
[36] LPTSI, “Profil LPTSI untuk Mahasiswa ITS.” [Daring]. 
Tersedia pada: http://slidegur.com/doc/57519/profil-lptsi-
untuk-mahasiswa-its. [Diakses: 03-Nov-2016]. 
[37] LPTSI, “Tentang LPTSI,” DPTSI, 16-Jun-2016. [Daring]. 
Tersedia pada: http://dptsi.its.ac.id/?page_id=150. 
[Diakses: 03-Nov-2016]. 
[38] LPTSI, “Visi Misi Strategi,” DPTSI, 16-Jun-2016. 
[Daring]. Tersedia pada: 
http://dptsi.its.ac.id/?page_id=154. [Diakses: 03-Nov-
2016]. 
[39] lmjaelani, “Layanan Web Hosting dan Domain Gratis di 












Penulis bernama lengkap Mega Resty 
Sudigdo, biasa dipanggil dengan Mega. 
Penulis dilahirkan di Kota Malang, 10 
Pebruari 1995 dan merupakan anak 
pertama dari pasangan suami istri Sudigdo 
Hidayat dan Elis Susi Retnani. Penulis 
memiliki 1 saudara kandung, yaitu Satrio 
Akbar Sudigdo. Penulis telah menempuh 
pendidikan formasl di SDN Percobaan 1 
Malang, SMP Negeri 3 Malang, dan SMA 
Negeri 1 Malang. Kemudian, penulis melanjutkan kuliah di 
Jurusan Sistem Informasi Institut Teknologi Sepuluh Nopember 
Surabaya dengan NRP 5213100065. 
Penulis mengambil bidang minat Manajemen Sistem Informasi 
(MSI) pada penyelesaian Penelitian Tugas Akhir. Penulis aktif 
berorganisasi dengan menjadi anggota Himpunan Mahasiswa 
Sistem Informasi sebagai Sekretaris Departemen Hubungan 
Luar dan anggota Badan Eksekutif Mahasiswa Fakultas 
Teknologi Informasi sebagai anggota Badan Koordinasi 
Pemandu. Selain itu, penulis juga aktif menjadi anggota 
kepanitiaan. Penulis pernah menjalani Kerja Praktik selama 3 
bulan di PT. GMF AeroAsia dan Magang Industri selama 3 
bulan di perusahaan yang sama. Penulis dapat dihubungi 





















A - 1 - 
 
LAMPIRAN A – INTERVIEW PROTOCOL 
Lampiran ini berisi tentang daftar pertanyaan yang akan 
diajukan dalam wawancara langsung dengan pihak internal 




1. Siapa saja yang boleh mendapatkan layanan ini? 
2. Siapa saja yang aktor yang berperan terhadap layanan 
ini? 
3. Apa saja peran yang diberikan kepada aktor-aktor 
tersebut? 
4. Bagaimana pembagian wewenang antara Pusat 
Layanan dengan Pusat Infrastruktur dan Keamanan 
Informasi? 
WEB HOSTING 
KONDISI PROSES BISNIS SAAT INI  
PENDAFTARAN 
1. Apa saja paket yang ditawarkan mengenai web hosting? 
2. Kondisi apa yang diperbolehkan mengambil paket 
tersebut? 
3. Apa saja persyaratan yang dibutuhkan untuk layanan 
ini? 
4. Bagaimana alur untuk mendapatkan layanan ini? 
5. Apakah terdapat peraturan terkait isi laman yang dari 
penggunaan web hosting? Jika iya, apa saja 
peraturannya yang diterapkan dan peraturan tersebut 
telah ditetapkan oleh siapa dan mengacu pada peraturan 
apa? 
PENGELOLAAN 
1. Bagaimana cara untuk mengetahui bahwa web hosting 
ini telah digunakan dengan semestinya? 
2. Apakah terdapat pengontrolan terkait penggunaan web 
hosting? 




3. Bagaimana cara untuk menangani untuk kondisi web 
hosting yang sudah tidak digunakan? 
4. Apakah diperbolehkan untuk mengubah paket yang 
digunakan? Jika boleh, bagaimana caranya? 
AKHIR KONTRAK 
1. Bagimana cara mengetahui masa berakhir layanan yang 
digunakan ini? 
2. Bagaimana alur yang digunakan untuk mengakhiri 
kontrak? 
3. Apa yang dilakukan oleh pihak penyedia layanan 
setelah kontrak berakhir? 
4. Berapa lama waktu yang digunakan agar space yang 
telah ditinggalkan oleh pengguna lama dapat digunakan 
oleh pengguna baru? 
 
PENCATATAN 
1. Bagaimana proses pencatatan terkait layanan ini? 
2. Apakah terdapat kontrak tertulis mengenai layanan ini 
antara pengguna dengan penyedia layanan? 
3. Siapa saja aktor yang terlibat dalam proses pencatatan 
ini? 
4. Jika terdapat kontrak tertulis, apa saja yang tercantum 
di dalam kontrak tersebut? 
5. Berapa lama waktu yang dibutuhkan untuk melakukan 
proses pencatatan dan kontrak? 
6. Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, berapa jangka waktu 
yang dilakukan? Bagimana alur/aturan terkait hal 
tersebut? 
7. Berapa lama waktu yang dibutuhkan untuk melakukan 
proses pembaruan kontrak? 
8. Apakah terdapat kasus khusus yang terkait layanan ini 
(kasus khusus adalah kasus di luar dari aturan yang 
telah diterapkan saat ini)? 
9. Apa saja kendala yang dihadapi terkait layanan ini? 
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1. Bagaimana harapan ke depan untuk proses pendaftaran 
layanan web hosting? 
a. Paket yang ditawarkan 
b. Persyaratan 
c. Alur pendaftaran 
d. Peraturan terkait isi laman 
PENGELOLAAN 
1. Bagaimana harapan ke depan untuk proses pengelolaan 
layanan web hosting? 
a. Kontrol penggunaan 
b. Perubahan paket 
AKHIR KONTRAK 
1. Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan web hosting? 
a. Alur mengakhiri 
b. Yang dilakukan oleh penyedia layanan setelah 
kontrak berakhir 
c. Mengetahui batas akhir layanan 
PENCATATAN 
1. Bagaimana harapan ke depan untuk proses pencatatan 
terkait layanan web hosting? 
a. Kontrak awal 
b. Pembaruan kontrak 
DOMAIN 
KONDISI PROSES BISNIS SAAT INI 
PENDAFTARAN 
1. Apakah ada aturan yang digunakan untuk mengatur 
penulisan nama domain? 
2. Selama ini penulisan nama domain yang berlaku di ITS 
apakah sudah mengikuti peraturan yang ditetapkan oleh 




PANDI? Jika belum, selama ini menggunakan 
peraturan siapa? 
3. Bagaimana alur untuk mendapatkan layanan ini? 
4. Apa saja persyaratan yang dibutuhkan untuk layanan 
ini? 
5. Bagaimana cara mengecek ketersediaan nama domain 
ketika ada pelanggan yang ingin mendaftarkan nama 
domainnya? 
PENGELOLAAN 
1. Berapa lama layanan ini dapat digunakan oleh 
pelanggan? 
2. Apakah ada ketentuan yang mengatur siklus hidup dari 
nama domain, mulai dari pendaftaran hingga di akhir? 
3. Apakah ada pengontrolan yang dilakukan untuk 
mengecek terkait penggunaan nama domain? 
 
AKHIR KONTRAK 
1. Bagaimana cara mengetahui masa berakhir layanan 
yang digunakan ini? 
2. Bagaimana alur yang digunakan untuk mengakhiri 
kontrak? 
3. Apa yang dilakukan oleh pihak penyedia layanan 
setelah kontrak berakhir? 
4. Berapa lama waktu yang digunakan agar domain 
sebelumnya telah digunakan dapat digunakan kembali? 
 
PENCATATAN 
1. Bagaimana proses pencatatan terkait layanan ini? 
2. Apakah terdapat kontrak tertulis mengenai layanan ini 
antara pengguna dengan penyedia layanan? 
3. Siapa saja aktor yang terlibat dalam proses pencatatan 
ini? 
4. Jika terdapat kontrak tertulis, apa saja yang tercantum 
di dalam kontrak tersebut? 
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5. Berapa lama waktu yang dibutuhkan untuk melakukan 
proses pencatatan dan kontrak? 
6. Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, berapa jangka waktu 
yang dilakukan? Bagimana alur/aturan terkait hal 
tersebut? 
7. Apakah terdapat kasus khusus yang terkait layanan ini 
(kasus khusus adalah kasus di luar dari aturan yang 
telah diterapkan saat ini)? 




1. Bagaimana harapan ke depan untuk proses pendaftaran 
layanan domain? 
a. Persyaratan 
b. Alur pendaftaran 
c. Peraturan terkait nama domain 
d. Pengecekan ketersediaan nama domain 
PENGELOLAAN 
1. Bagaimana harapan ke depan untuk proses pengelolaan 
layanan domain? 
a. Kontrol penggunaan 
b. Siklus hidup domain 
AKHIR KONTRAK 
1. Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan domain? 
a. Alur mengakhiri 
b. Yang dilakukan oleh penyedia layanan setelah 
kontrak berakhir 
c. Mengetahui batas akhir layanan 
 





1. Bagaimana harapan ke depan untuk proses pencatatan 
terkait layanan domain? 
a. Kontrak awal 
b. Pembaruan kontrak 
 
COLOCATION SERVER 
KONDISI PROSES BISNIS SAAT INI 
PENDAFTARAN 
1. Siapa saja yang boleh mendapatkan layanan ini? 
2. Apa saja persyaratan yang dibutuhkan untuk layanan 
ini (terkait administrasi dan spesifikasi server)? 
3. Bagaimana alur untuk mendapatkan layanan ini? 
4. Berapa lama layanan ini dapat digunakan oleh 
pelanggan? 
5. Apakah terdapat batasan terhadap server yang boleh 
dibawa oleh pelanggan? 
6. Apa yang akan dilakukan apabila terdapat pelanggan 
yang ingin menitipkan servernya melebihi jumlah yang 
ditetapkan? 
7. Apakah terdapat aturan yang mengatur mengenai isi 
dari server yang ditetapkan? 
8. Bagaimana cara mengetahui server yang telah 
dititipkan itu dimiliki oleh siapa (identitas kepemilikan 
server)? 
PENGELOLAAN 
1. Bagaimana cara untuk mengetahui bahwa layanan 
colocation server ini telah digunakan dengan 
semestinya? 
2. Apakah terdapat pengontrolan terkait penggunaan 
colocation server? Jika ada, bagaimana caranya? 
3. Apakah terdapat sistem backup yang digunakan? Jika 
ada, bagaimana caranya? 
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4. Bagaimana pembagian wewenang antara penyedia 
layanan dengan pemilik server? 
5. Bagaimana alur proses terkait insiden yang terjadi 
terhadap server yang dititipkan? 
AKHIR KONTRAK  
1. Bagaimana cara mengetahui masa berakhir layanan 
yang digunakan ini? 
2. Bagaimana proses pengembalian dari server yang telah 
dititipkan kepada pelanggan ketika waktu yang 
ditentukan di dalam kontrak telah berakhir? 
PENCATATAN 
1. Bagaimana proses pencatatan terkait layanan ini? 
2. Apakah terdapat kontrak tertulis mengenai layanan ini 
antara pengguna dengan penyedia layanan? 
3. Siapa saja aktor yang terlibat dalam proses pencatatan 
ini? 
4. Jika terdapat kontrak tertulis, apa saja yang tercantum 
di dalam kontrak tersebut? 
5. Berapa lama waktu yang dibutuhkan untuk melakukan 
proses pencatatan dan kontrak? 
6. Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, berapa jangka waktu 
yang dilakukan? Bagimana alur/aturan terkait hal 
tersebut? 
7. Berapa lama waktu yang dibutuhkan untuk melakukan 
proses pembaruan kontrak? 
8. Apakah terdapat kasus khusus yang terkait layanan ini 
(kasus khusus adalah kasus di luar dari aturan yang 
telah diterapkan saat ini)? 










1. Bagaimana harapan ke depan untuk proses pendaftaran 
layanan colocation server? 
a. Persyaratan 
b. Alur pendaftaran 
c. Batasan server 
d. Identitas kepemilikan server 
 
PENGELOLAAN 
1. Bagaimana harapan ke depan untuk proses pengelolaan 
layanan colocation server? 
a. Kontrol penggunaan 
b. Sistem backup 
c. Pembagian wewenang antara penyedia layanan 
dengan pemilik server 
d. Alur proses terkait insiden yang terjadi 
 
AKHIR KONTRAK 
1. Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan colocation server? 
a. Alur mengakhiri 
b. Proses pengembalian server 
 
PENCATATAN 
1. Bagaimana harapan ke depan untuk proses pencatatan 
terkait layanan colocation server? 
a. Kontrak awal 
b. Pembaruan kontrak 
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LAMPIRAN B – HASIL INTERVIEW 
Lampiran ini berisi tentang hasil wawancara dengan 
narasumber dari pihak internal DPTSI pada Bagian 
Subdirektorat Layanan dan Subdirektorat Infrastruktur dan 
Keamanan Informasi mengenai kondisi proses bisnis saat ini 
dan ekspektasi tentang pengelolaan web hosting, domain, dan 
colocation server. 
 
Hari, Tanggal Kamis, 24 November 2016 
Waktu 09.30 -  10.15 
Lokasi Kantor Direktorat Pengembangan 
Teknologi Sistem Informasi (DPTSI) 
Narasumber Pak Wicaksono 
Jabatan Staff Subdirektorat Infrastruktur dan 
Keamanan Informasi 
Lama Bekerja 2000 – sekarang 
Topik Pengelolaan Layanan Web Hosting, 




1 Siapa saja yang boleh mendapatkan layanan ini? 
 Jawaban: Jurusan dan unit. Namun ada pengecualian ketika 
ada request khusus melalui Pusyan, seperti suatu kegiatan 
seminar, termasuk request ukuran memory dan databasenya. 
2 Siapa saja aktor yang berperan terhadap layanan ini? 
 Jawaban: Jadi di sini terdapat 4 bagian, namun yang utama ada 
2, yaitu 1 tim untuk mengurusi tentang infrastrukturnya 
(termasuk routing, switch, router, dan lain lain, termasuk yang 
menyediakan hardware adalah bagian ini) dan 1 tim untuk 
mengurusi tentang sistem, biasanya setelah infrastruktur jadi, 
seperti ingin OS dan servicenya apa saja. Jadi 3 orang, 1 orang 
yang expert di infrastruktur, 1 orang di service, dan yang 1 
lagi dapat menguasai semuanya. 
3 Apa saja peran yang diberikan kepada aktor-aktor tersebut? 
 Jawaban: Sesuai dengan tupoksi. 




4 Bagaimana pembagian wewenang antara Pusat Layanan 
dengan Pusat Infrastruktur dan Keamanan Informasi? 
 Jawaban: Lebih tepat untuk ditanyakan ke pimpinan karena 
sudah ada tupoksi yang mengatur. Namun selama ini, jika ada 
keluhan yang masuk yang menangani terlebih dahulu adalah 
Pusyan. Kemudian pembagian untuk infrastruktur, sistem 
baru lari ke bagian kita. 
Web Hosting 
Kondisi Proses Bisnis Saat Ini 
Pendaftaran 
1 Apa saja paket yang ditawarkan mengenai web hosting? 
 Jawaban: Saat ini menggunakan system memory shared. Jadi 
di sini menyediakan 1 server dengan RAM 16gb dan untuk 
harddisknya sesuai dengan tingkat kebutuhan (100mb, 
200mb, dan 500mb). Namun ada juga yang minta 2gb kapan 
hari itu. Soalnya hosting ini kan lebih spesifik ke arah web-
web yang bukan menyimpan tentang multimedia. Namun kalo 
requirementnya lebih dari itu, lebih dari yang dialokasikan, 
maka akan diarahkan ke colocation. 
2 Kondisi apa yang diperbolehkan mengambil paket tersebut? 
 Jawaban: Berdasarkan diskusi yang telah dilakukan 
3 Apa saja persyaratan yang dibutuhkan untuk layanan ini? 
 Jawaban: Tergantung sama Pusyan. Kalau Pusyan acc, maka 
kita jalan. Kalau Pusyan tidak acc, maka ya tidak jalan. 
4 Bagaimana alur koordinasi antara Pusyan dengan 
Infrastruktur? 
 Jawaban: Jadi di Infrastruktur juga ada milis. Lalu kita open 1 
email dari Pusyan. Jadi di milis itu, Pusyan dapat posting ke 
dalam milis kami untuk menginformasikan kebutuhan. 
Kemudian kita accept. Kan kita ada banyak tim nih, jadi yang 
bakal mengerjakan akan langsung memberikan info kepada 
Pusyan melalui milis tersebut. Kemudian jika sudah selesai, 
biasanya kan di hosting itu yang diperlukan user adalah alamat 
url untuk bisa mengakses back endnya, username, dan 
passwordnya. Nanti kalua sudah jadi, akan kita serahkan 
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kepada Pusyan. Kemudian Pusyan yang akan 
menginformasikan kepada usernya. 
5 Apakah terdapat peraturan terkait isi laman yang dari 
penggunaan web hosting? Jika iya, apa saja peraturannya yang 
diterapkan dan peraturan tersebut telah ditetapkan oleh siapa 
dan mengacu pada peraturan apa? 
 Jawaban: Yang monitor tetap dari Pusyan. Jadi dari Pusyan itu 
ada tim untuk melihat konten dari masing-masing website. 
Ketika kita mendapatkan notifikasi dari luar bahwa url 
tersebut melakukan phising atau tracking, itu nanti akan 
dilaporkan ke Pusyan. Nanti Pusyan yang akan 
menginformasikan ke web masternya untuk melakukan 
upgrade dan sebagainya. 
Pengelolaan 
1 Bagaimana cara untuk mengetahui bahwa web hosting ini 
telah digunakan dengan semestinya? 
 Jawaban: Dilakukan oleh Pusyan. 
2 Apakah terdapat pengontrolan terkait penggunaan web 
hosting? 
 Jawaban: Pengontrolan tetap dari web admin. Jadi 
infrastruktur hanya sekedar membantu. Untuk tanggung 
jawab utama, backup, dan lain-lain kembali ke web admin 
masing-masing unit. Ketika kami mendapatkan informasi 
phising, nah itu yang akan diteruskan ke user. Jadi di sini 
hanya menyediakan tempat untuk diisi. Isinya adalah 
tanggung jawab anda. Istilahnya begitu. 
3 Bagaimana cara untuk menangani untuk kondisi web hosting 
yang sudah tidak digunakan? 
 Jawaban: Kembali ke Pusyan. Jadi semua itu by request. 
Ketika Pusyan request web tersebut untuk digunakan dari 
tanggal ini hingga tanggal ini, maka kami akan membuatnya 
untuk dapat digunakan rentang waktu tersebut. Setelah 
tanggal itu, kami akan menghapusnya. Kalau dari Pusyan 
hanya request minta tolong dibuatkan website ini tanpa ada 
rentang waktu, maka website tersebut akan tetap ada, tidak 
ada waktu abis. Apabila ada dari Pusyan menginfokan 




selanjutnya terdapat ada web yang sudah tidak terpakai, minta 
tolong dihapus, maka kami akan menghapusnya. 
4 Apakah diperbolehkan untuk mengubah paket yang 
digunakan? Jika boleh, bagaimana caranya? 
 Jawaban: Ada komunikasi dulu. Soalnya untuk idealnya php 
kayak gitu kan tidak besar. Misal ingin upgrade ke 500 mb, 
maka akan ditanyai terlebih dahulu ini dibuat untuk apa. Misal 
ingin ditambahi beberapa foto seperti itu, maka akan dikira-
kira terlebih dahulu apakah cukup atau tidak. Apabila 500mb 
itu memenuhi dan kita sanggup, maka kita akan kasih. Tapi 
kalau website tersebut akan berkembang terus, maka akan 
disarankan untuk colocation. 
Akhir Kontrak 
1 Bagaimana cara mengetahui masa berakhir layanan yang 
digunakan ini? 
 Jawaban: Kembali by request dari Pusyan 
2 Bagaimana alur yang digunakan untuk mengakhiri kontrak? 
 Jawaban: Dari Pusyan 
3 Apa yang dilakukan oleh pihak penyedia layanan setelah 
kontrak berkahir? 
 Jawaban : Sesuai dengan permintaan dari Pusyan. 
4 Berapa lama waktu yang digunakan agar space yang telah 
ditinggalkan oleh pengguna lama dapat digunakan oleh 
pengguna baru? 
 Jawaban: Sebenarnya 1-2 jam itu sudah siap. Mungkin yang 
membutuhkan waktu yang agak lama adalah resource 
DNSnya. Kalau layanannya sudah dibikinkan. Kalau ada 
request masuk, kita standby di depan laptop jadi cepat. Tapi 
kan terkadang kita bekerjanya keluar. Ada trouble di jurusan 
a, b, c, di unit a, b, c, kalau pas kita kosong di kantor, ya kita 
nunggu dulu. Kalau kita balik, ya baru kita kerjakan.  
Pencatatan 
1 Bagaimana proses pencatatan terkait layanan ini? 
 Jawaban: Kalau request, sudah masuk ke email. Namun untuk 
detail pekerjaan yang sudah dikerjakan apapun di tempat, kita 
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catat di laman moc.its.ac.id. Di sana itu semacam log yang 
telah dikerjakan. 
2 Apakah terdapat kontrak tertulis mengenai layanan ini antara 
pengguna dengan penyedia layanan? 
 Jawaban: Di Pusyan 
3 Siapa saja aktor yang teribat dalam proses pencatatan ini? 
 Jawaban : Pusyan 
4 Jika terdapat kontrak tertulis, apa saja yang tercantum di 
dalam kontrak tersebut? 
 Jawaban: Bertanya pada Pusyan. 
5 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pencatatan dan kontrak? 
 Jawaban: Tidak lama, hanya mengisi saja. 
6 Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, berapa jangka waktu yang 
digunakan? Bagaimana alur/aturan terkait hal tersebut? 
 Jawaban: Bertanya pada Pusyan. 
7 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pembaruan kontrak? 
 Jawaban: Bertanya pada Pusyan. 
8 Apakah terdapat kasus khusus yang terkait layanan ini (kasus 
khusus adalah kasus di luar dari aturan yang telah diterapkan 
saat ini)? 
 Jawaban: Tidak ada. 
9 Apa saja kendala yang dihadapi terkait layanan ini? 
 Jawaban: Resource hardware. Semakin banyak yang hosting 
yang kita, maka harus dibagi untuk sekian banyak tersebut. 
Nah semakin ke sini sudah sering mbambet kalau Orang Jawa 
bilang. Harus tune sana sini untuk bisa terpenuhi. Nah di sini 
Kasubdit kami sudah menginstruksikan untuk menggunakan 
jalur baru. Jadi istilahnya perlu upgrade. Di sini juga ada 
kebijakan baru untuk menggunakan VPS. Jadi nanti akan 
disediakan 1-2 VPS untuk 1 jurusan dengan resource sekian 
untuk digunakan menampung kebutuhan jurusan tersebut. 
Contoh jurusan SI, kan punya lab. Nah nanti dibagi sama lab 
itu juga resourcenya. 






1 Bagaimana harapan ke depan untuk proses pendaftaran 
layanan web hosting? 
a. Paket yang ditawarkan 
b. Persyaratan 
c. Alur pendaftaran 
d. Peraturan terkait isi laman 
 Jawaban: 
a. Mungkin bisa iya bisa tidak. Karena pengguna kita beda. 
Misal kita bikinkan dengan template apache dan mysql 
dengan resource sekian. Ternyata pengguna tidak menyukai 
hal itu, tapi lebih suka dengan menggunakan Postgree. Oleh 
karena itu, biasanya kita kasih template kosong. Itu linux by 
system. Udah itu silakan diapa-apain. Namun ada request, 
minta tolong dibuatin dengan ini ini ini, ya kami bantu untuk 
membuatnya. Sesuai dengan kebutuhan. 
Pengelolaan 
1 Bagaimana harapan ke depan untuk proses pengelolaan 
layanan web hosting? 
a. Kontrol penggunaan 
b. Perubahaan paket 
 Jawaban: Sudah cukup 
Akhir Kontrak 
1 Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan web hosting? 
a. Alur mengakhiri 
b. Yang dilakukan oleh penyedia layanan setelah kontrak 
berakhir 
c. Mengetahui batas akhir layanan 
 Jawaban: Ya sebaiknya ada. 
Pencatatan 
1 Bagaimana harapan ke depan untuk proses pencatatan terkait 
layanan web hosting? 
a. Kontrak awal 
b. Pembaruan kontrak 
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 Jawaban: Ya sebaiknya ada. 
Domain 
Kondisi Proses Bisnis Saat Ini 
Pendaftaran 
1 Apakah ada aturan yang digunakan untuk mengatur penulisan 
nama domain? 
 Jawaban: Ada 
2 Selama ini penulisan nama domain yang berlaku di ITS 
apakah sudah mengikuti peraturan yang ditetapkan oleh 
PANDI? Jika belum, selama ini menggunakan peraturan 
siapa? 
 Jawaban: Aturan dari kebijakan sendiri. Misal ada lab yang 
dimiliki oleh SI, maka nama domain yang digunakan di 
belakangnya harus ada IS nya yang menyatakan itu lab yang 
dimiliki oleh SI. Tidak boleh berdiri sendiri. 
3 Bagaimana alur untuk mendapatkan layanan ini? 
 Jawaban: Sama saja. 
4 Apa saja persyaratan yang dibutuhkan untuk layanan ini? 
 Jawaban: Balik ke Pusyan 
5 Bagaimana cara mengecek ketersediaan nama domain ketika 
ada pelanggan yang ingin mendaftarkan nama domainnya? 
 Jawaban: Masuk ke sistem DNS. Sebenarnya user pun bisa 
mengeceknya sendiri kalau tahu caranya. 
Pengelolaan 
1 Berapa lama layanan ini dapat digunakan oleh pelanggan? 
 Jawaban: Tidak ada batas waktu 
2 Apakah ada ketentuan yang mengatur siklus hidup dari nama 
domain, mulai dari pendaftaran hingga di akhir? 
 Jawaban: Tidak ada 
3 Apakah ada pengontrolan yang dilakukan untuk mengecek 
terkait penggunaan nama domain? 
 Jawaban: By request dari Pusyan. 
Akhir Kontrak 
1 Bagaimana cara mengetahui masa berakhir layanan yang 
digunakan ini? 
 Jawaban: Dari Pusyan. 




2 Bagaimana alur yang digunakan untuk mengakhiri kontrak? 
 Jawaban: Dari Pusyan. 
3 Apa yang dilakukan oleh pihak penyedia layanan setelah 
kontrak berakhir? 
 Jawaban: Sesuai dengan permohonan dari Pusyan 
4 Berapa lama waktu yang digunakan agar domain sebelumnya 
telah digunakan dapat digunakan kembali? 
 Jawaban: Cepat kok. Setelah dihapus, sudah dapat digunakan 
kembali. 
Pencatatan 
1 Bagaimaan proses pencatatan terkait layanan ini? 
 Jawaban: Di Pusyan. 
2 Apakah terdapat kontrak tertulis mengenai layanan ini antara 
pengguna dengan penyedia layanan? 
 Jawaban: Bertanya pada Pusyan 
3 Siapa saja aktor yang terlibat dalam proses pencatatan ini? 
 Jawaban: Pusyan 
4 Jika terdapat kontrak tertulis, apa saja yang tercantum di 
dalam kontrak tersebut? 
 Jawaban: Bertanya pada Pusyan 
5 Berapa lama waktu yang dibutuhkan utnuk melakukan proses 
pencatatan dan kontrak? 
 Jawaban : Bertanya pada Pusyan 
6 Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, barapa jangka waktu yang 
dilakukan? Bagaimana alur/aturan terkait hal tersebut? 
 Jawaban: Bertanya pada Pusyan 
7 Apakah terdapat kasus khusus yang terkait layanan ini (kasus 
khusus adalah kasus di luar dari aturan yang telah diterapkan 
saat ini)? 
 Jawaban: Tidak ada 
8 Apa saja kendala yang dihadapi terkait layanan ini? 
 Jawaban: Hampir dibilang tidak ada. Asalkan ada resource, 
ada hardware, kita jalan. 
Kondisi Ekspektasi 
Pendaftaran 
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1 Bagaimana harapan ke depan untuk proses pendaftaran 
layanan domain? 
a. Persyaratan 
b. Alur pendaftaram 
c. Peraturan terkait nama domain 
d. Pengecekan ketersediaan nama domain 
 Jawaban:  
c. Ingin ada perubahan. Waktu itu sempat ada wacana. Hal ini 
terkait security yang digunakan saat ini, yaitu *.domain. 
Karena penggunaan nama domain saat ini kan *.*.domain, 
nah ini SSL kita yang tidak dapat jalan. Sempat ada wacana, 
seperti nama himpunan-namajurusan.domain untuk nama 
himpunan. Mungkin ke depannya akan dibuat.  
Pengelolaan 
1 Bagaimana harapan ke depan untuk proses pengelolaan 
layanan domain? 
a. Kontrol penggunaan 
b. Siklus hidup domain 
 Jawaban: Sudah cukup. 
Akhir Kontrak 
1 Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan domain? 
a. Alur mengakhiri 
b. Yang dilakukan oleh penyedia layanan setelah kontrak 
berakhir 
c. Mengetahui batas akhir layanan 
 Jawaban: Ya sesuai dengan prosedur. 
Pencatatan 
1 Bagaimana harapan ke depan untuk proses pencatatan terkait 
layanan domain? 
a. Kontrak awal 
b. Pembaruan kontrak 
 Jawaban: Ya sesuai dengan prosedur. 
Colocation Server 
Kondisi Prose Bisnis Saat Ini 
Pendaftaran 




1 Siapa saja yang boleh mendapatkan layanan ini? 
 Jawaban: Jurusan dan unit 
2 Apa saja persyaratan yang dibutuhkan untuk layanan ini 
(terkait administrasi dan spesifikasi server)? 
 Jawaban: Sebenarnya dikembalikan ke jurusan atau unitnya. 
Karena kan disesuaikan dengan kebutuhan yang ingin 
ditanamkan data di sana kan mereka. Jadi di sini lebih 
condong ke arah saran. Yang menjadi keharusan di sini adalah 
server yang dibawa adalah berupa rack mount. Selanjutnya 
kita kasih saran. Sebenarnya di sini kita lebih ingin ke diskusi 
terlebih dahulu agar tidak salah spesifikasi yang digunakan. 
Karena kan harga server cukup mahal. Jadi agar tidak 
terbuang sia-sia. Di sini kita akan menanyakan kebutuhan saat 
ini dan di masa yang akan mendatang seperti apa, kemudian 
kita kasih saran. 
3 Bagaimana alur untuk mendapatkan layanan ini? 
 Jawaban: Dari Pusyan  
4 Berapa lama layanan ini dapat digunakan oleh pelanggan? 
 Jawaban: Tidak ada batas waktu 
5 Apakah terdapat batasan terhadap server yang boleh dibawa 
oleh pelanggan? 
 Jawaban: Tidak ada, bebas. Untuk jumlah, asal masih mampu, 
kita layani. 
6 Apa yang akan dilakukan apabila terdapat pelanggan yang 
ingin menitipkan servernya melebihi jumlah yang ditetapkan? 
 Jawaban: Jika masih ada jumlahnya, dilayani. Jika sudah 
penuh, maka ditahan terlebih dahulu hingga ada pengadaan 
dari Puskom kembali. 
7 Apakah terdapat aturan yang mengatur isi dari server yang 
ditetapkan? 
 Jawaban: Dari mereka. Tapi di sini berupa saran bukan 
kewajiban. 
8 Bagaimana cara mengetahui server yang telah dititipkan itu 
dimiliki oleh siapa (identitas kepemilikan server)? 
 Jawaban: Menggunakan label yang isinya IP dan hostname. 
Pengelolaan 
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1 Bagaimana cara untuk mengetahui bahwa layanan colocation 
server ini telah digunakan dengan semestinya? 
 Jawaban: Admin yang melakukan. 
2 Apakah terdapat pengontrolan terkait penggunaan colocation 
server? Jika ada, bagaimana caranya? 
 Jawaban: Dari admin. 
3 Apakah terdapat system backup yang digunakan? Jika ada, 
bagaimana caranya? 
 Jawaban: Dari pihak user. 
4 Bagaimana pembagian wewenang antara penyedia layanan 
dengan pemilik server? 
 Jawaban: Asalkan perangkat itu bisa diping, diremote, dihit 
itu urlnya jalan, maka selesai kita. Kalau masalah dihack atau 
apapun, itu kembali ke mereka. 
5 Bagaimana alur proses terkait insiden yang terjadi terhadap 
server yang dititipkan? 
 Jawaban: Kita kasih tahu mereka. Misal ada pemberitahuan 
servernya ngeblink nih, berarti kan ada error tuh, maka kita 
akan beri tahu mereka. Bisa lewat Pusyan atau apabila kita 
mengetahui adminnya siapa, bisa langsung menghubunginya. 
Yang penting tersampaikan. Kalau mereka perlu 
membutuhkan bantuan, ya kita akan bantu. 
Akhir Kontrak 
1 Bagaimana  cara mengetahui masa berakhir layanan yang  
digunakan ini? 
 Jawaban: Tidak ada masa berakhir. 
2 Bagaimana proses pengembalian dari server yang telah 
dititipkan kepada pelanggan ketika waktu yang ditentukan di 
dalam kontrak telah berakhir?  
 Jawaban: Dari Pusyan ada pemberitahuan bahwa pada tanggal 
segini jam segini akan ada pengambilan server oleh siapa. 
Pencatatan 
1 Bagaimana proses pencatatan terkait layanan ini? 
 Jawaban: Ya inventaris 
2 Apakah terdapat kontrak tertulis mengenai layanan ini antara 
pengguna dengan penyedia layanan? 




 Jawaban: Tidak ada 
3 Siapa saja aktor yang terlibat dalam proses pencatatan ini? 
 Jawaban: Pusyan dan IKTI. 
4 Jika terdapat kontrak tertulis, apa saja yang tercantum di 
dalam kontrak tersebut? 
 Jawaban: Tidak ada kontrak. 
5 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pencatatan dan kontrak? 
 Jawaban: Tidak ada. 
6 Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, berapa jangka waktu yang 
dilakukan Bagaimana alur/aturan terkait hal tersebut? 
 Jawaban: Tidak ada 
7 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pembaruan kontrak? 
 Jawaban: Tidak ada 
8 Apakah terdapat kasus khusus yang terkait layanan ini (kasus 
khusus adalah kasus di luar dari aturan yang telah diterapkan 
saat ini)? 
 Jawaban: Tidak ada 
9 Apa saja kendala yang dihadapi terkait layanan ini? 
 Jawaban: Kendalanya sejauh ini lancar. Lebih lancar ini 
daripada hosting. Kebanyakan mereka sudah melakukan 
diskusi dengan kami, sehingga sudah sesuai dengan 
requirement yang dibutuhkan jadinya lebih mencukupi. 
Kondisi Ekspektasi 
Pendaftaran 
1 Bagaimana harapan ke depan untuk proses pendaftaran 
layanan colocation server? 
a. Persyaratan 
b. Alur pendaftaran 
c. Batasan server 
d. Identitas kepemilikan server 
 Jawaban: 
Inginnya sih VPS. Istilahnya jurusan atau unit itu 
menyediakan atau invest 1 server dengan spesifikasi di atas 
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rata-rata memang agak mahal sih. Nah dari itu bisa digunakan 
untuk banyak-banyak VPS bisa dibagi untuk kebutuhan 
mereka. Jadi tidak 1 layanan 1 server. Kalau begitu kan lama-
lama rack kita akan penuh, listrik akan semakin bengkak, 
peralatan juga semakin mahal. 
Pengelolaan 
1 Bagaimana harapan ke depan untuk proses pengelolaan 
layanan colocation server? 
a. Kontrol penggunaan 
b. Sistem backup 
c. Pembagian wewenang antara penyedia layanan dengan 
pemilik server 
d. Alur proses terkait insiden yang terjadi 
 Jawaban: 
Para admin lebih peduli dengan server yang dititipkan masing-
masing 
Akhir Kontrak 
1 Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan colocation server? 
a. Alur mengakhiri 
b. Proses pengembalian server 
 Jawaban: Sesuai dengan prosedur. 
Pencatatan 
1 Bagaimana harapan ke depan untuk proses pencatatan terkait 
layanan colocation server? 
a. Kontrak awal 
b. Pembaruan kontrak 
 Jawaban: Lebih terdokumentasi semua. 
 
Hari, Tanggal Kamis, 24 November 2016 
Waktu 10.30 – 11.15 
Lokasi Kantor Direktorat Pengembangan 
Teknologi Sistem Informasi (DPTSI) 
Narasumber Bu Wiwin 
Jabatan Staff Subdirektorat Layanan (Bidang 
Permintaan Domain) 




Lama Bekerja 2004 – sekarang 
Topik Pengelolaan Layanan Web Hosting, 




1 Siapa saja yang boleh mendapatkan layanan ini? 
 Jawaban: Satu organisasi, seperti unit, jurusan, fakultas, 
himpunan manusia, UKM, dan kegiatan seperti itu. Bukan 
untuk perorangan. Kemudian lab itu ikut jurusan.  
2 Siapa saja aktor yang berperan terhadap layanan ini? 
 Jawaban: Layanan dan Infrastruktur. 
3 Apa saja peran yang diberikan kepada aktor-aktor tersebut? 
 Jawaban: Jadi ada prosedur. Jadi nanti ada surat atau email, 
kemudian untuk permasalahan atau permintaan domain itu 
disposisikan melalui saya. Tapi tetap yang membuat dari tim 
jaringan. Jadi saya request ke tim jaringan nanti saya buatkan 
domain dan hosting sesuai dengan permintaan, apakah itu 
domain saja, atau hosting saja, atau mungkin keduanya. Jadi 
nanti setelah itu tetap didisposisikan kembali ke saya 
kemudian saya teruskan ke admin atau contact person yang 
bersangkutan. 
4 Bagaimana pembagian wewenang antara Pusat Layanan 
dengan Pusat Infrastruktur dan Keamanan Informasi? 
 Jawaban: Sudah sesuai jobdesc yang telah ditetapkan dan 
diatur di SKP. 
Web Hosting 
Kondisi Proses Bisnis Saat Ini 
Pendaftaran 
1 Apa saja paket yang ditawarkan mengenai web hosting? 
 Jawaban: Hanya masalah database saja. Untuk awal dapatnya 
itu defaultnya adalah 150mb, maksimal adalah 500mb. 
Kemudian ada yang dikhususkan untuk jurusan karena 
kebutuhan jurusan semakin lama semakin meningkat, yaitu 
virtual server (VPS). 
2 Kondisi apa yang diperbolehkan mengambil paket tersebut? 
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 Jawaban: Berdasarkan diskusi yang dilakukan. 
3 Apa saja persyaratan yang dibutuhkan untuk layanan ini? 
 Jawaban: Ada prosedur yang harus dipenuhi, yaitu 
pengajuan/permohonan melalui surat atau email. Biasanya 
kalau surat harus mengetahui pejabat setempat (di form). 
Kalau unit yang tanda tangan kepalanya, kalau hima yang 
tanda tangan kajurnya, seperti itu. Harus ada contact person 
(email its). Ini wajib. Agar tidak terjadi kesusahan ketika 
terjadi terjadi insiden, terutama ketika request password harus 
jelas. Hal ini susahnya apabila mahasiswa. Dulu yang daftar 
siapa sekarang yang memegang sudah beda orang. Beda kalau 
dengan unit, unit masih bisa dipegang. Untuk organisasi, 
bukan untuk perseorangan. 
4 Bagaimana alur untuk mendapatkan layanan ini? 
 Jawaban: Tetap melalui helpdesk. Nanti dari helpdesk 
disposisikan sesuai tupoksinya masing-masing, ke saya kalo 
bagian domain. Pokoknya semua satu pintu. 
5 Apakah terdapat peraturan terkait isi laman yang dari 
penggunaan web hosting? Jika iya, apa saja peraturannya yang 
diterapkan dan peraturan tersebut telah ditetapkan oleh siapa 
dan mengacu pada peraturan apa? 
 Jawaban: Selama ini kan mereka tahu bahwa yang harus 
ditampilin adalah sesuai dengan kebutuhan website masing-
masing. Kita tidak menyediakan mengenai kontennya. Ini lho 
kita sudah menyediakan username dan password. Ibaratnya 
rumah, kita sudah memberikan kunci, dan gembok pagar. 
Kunci rumahnya itu silakan kalian pegang sendiri. Silakan 
kalian rawat sendiri. Jadi hilangnya kunci pagar ini, kita bisa 
meresetkan. Tapi kalau kunci rumahnya yang hilang, itu sudah 
diluar wewenang kita. Kemudian sudah ada peraturan juga 
terkait versi aplikasi yang digunakan. Jika di atas itu, nanti 
tidak akan support. 
Pengelolaan 
1 Bagaimana cara untuk mengetahui bahwa web hosting ini 
telah digunakan dengan semestinya? 
 Jawaban: Ya kontrol biasa, seperti domain. 




2 Apakah terdapat pengontrolan terkait penggunaan web 
hosting? 
 Jawaban: Ada, bersamaan dengan pengontrolan domain. 
3 Bagaimana cara untuk menangani untuk kondisi web hosting 
yang sudah tidak digunakan? 
 Jawaban: Sebenarnya ini ada wacana gitu. Tapi gak langsung 
nutup, harus ada prosedur. Tapi sekarang itu gak berani 
langsung nutup, tapi ijin yang punya dulu. 
4 Apakah diperbolehkan untuk mengubah paket yang 
digunakan? Jika boleh, bagaimana caranya? 
 Jawaban: By request. Biasanya mereka ada error gitu, muncul 
pesan seperti itu. Contohnya mereka tidak bisa mengupload 
gambar/foto. Terkadang mereka tahu kondisinya itu berarti 
harus menambah kuota. Ada kok dulu ini mau mengajukan 
surat. Ada juga yang ke sini dulu bilang ingin menambah. Ya 
bisa, namun mengajukan surat terlebih dahulu untuk arsip 
saya. Nanti saya catatkan di aplikasi namanya simdom itu. 
Untuk saya catat historynya. Yang sudah tercatat ada mulai 
tahun 2011.  
Akhir Kontrak 
1 Bagaimana cara mengetahui masa berakhir layanan yang 
digunakan ini? 
 Jawaban: Tidak ada. Jadi selama tidak ada request dari yang 
bersangkutan untuk minta tolong diitutup, jadi kita gak pernah 
menutupnya. Terkadang ada juga yang minta nutup ini 
biasanya yang belakangnya ada tahunnya, seperti dies, dies 
tahun berapa. Oh ini minta tolong ditutup, saya mau buat yang 
baru yang tahunnya beda. Jadi semuanya, baik pembuatan 
maupun penghapusan, melalui by request.   
2 Bagaimana alur yang digunakan untuk mengakhiri kontrak? 
 Jawaban: Pokoknya ada permintaan yang tertulis ke helpdesk. 
Nanti dari helpdesk didisposisikan ke kontruksi sesuai dengan 
permintaan tersebut. 
3 Apa yang dilakukan oleh pihak penyedia layanan setelah 
kontrak berkahir? 
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 Jawaban: Kita hanya menutup saja. Jadi nanti ketika dibuka 
domainnya, maka yang muncul error bahwa domain tersebut 
telah tidak ada.  
4 Berapa lama waktu yang digunakan agar space yang telah 
ditinggalkan oleh pengguna lama dapat digunakan oleh 
pengguna baru? 
 Jawaban: Kalau itu wewenang dari jaringan, entah itu ditimpa 
atau dibuatkan baru. Tapi sepertinya dibuatkan baru ya. Tapi 
ya itu maksimal database hanya 500mb saja. 
Pencatatan 
1 Bagaimana proses pencatatan terkait layanan ini? 
 Jawaban: Simdom (untuk kalangan Pusyan sendiri). Saya juga 
melakukan rekap manual di Excel, baru diinputkan ke simdom 
itu. 
2 Apakah terdapat kontrak tertulis mengenai layanan ini antara 
pengguna dengan penyedia layanan? 
 Jawaban: Surat itu. Nanti dibalasnya melalui email its. Jadi di 
surat itu harus tercantum nama, no hp, dan email its. 
3 Siapa saja aktor yang teribat dalam proses pencatatan ini? 
 Jawaban: Sesuai tupoksi. Kalau saya ya tetang domain. 
4 Jika terdapat kontrak tertulis, apa saja yang tercantum di 
dalam kontrak tersebut? 
 Jawaban: Tidak ada kontrak. 
5 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pencatatan dan kontrak? 
 Jawaban: Tidak ada 
6 Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, berapa jangka waktu yang 
digunakan? Bagaimana alur/aturan terkait hal tersebut? 
 Jawaban: By request. 
7 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pembaruan kontrak? 
 Jawaban: Tidak ada 
8 Apakah terdapat kasus khusus yang terkait layanan ini (kasus 
khusus adalah kasus di luar dari aturan yang telah diterapkan 
saat ini)? 




 Jawaban: Dulu itu ada yang minta nama domain yang begini. 
Tapi itu tidak bisa. Kemudian ada yang minta databasenya 
melebihi dari 500mb. Tapi juga tetap tidak bisa. 
9 Apa saja kendala yang dihadapi terkait layanan ini? 
 Jawaban: Ada yang mengeluh bahwasannya permohonannya 
belum diproses. Padahal sudah dibuatkan dan disampaikan 
melalui email its. Namun email itsnya tidak dibuka. Ada juga 
yang sudah dibuatkan tapi gak dikelola atau gak dipakai, 
bahkan ada yang masih under construction. 
Kondisi Ekpektasi 
Pendaftaran 
1 Bagaimana harapan ke depan untuk proses pendaftaran 
layanan web hosting? 
a. Paket yang ditawarkan 
b. Persyaratan 
c. Alur pendaftarn 
d. Peraturan terkait isi laman 
 Jawaban:  
Alhamdulillah sudah tertata dengan rapi, sudah SOP. 
Harusnya lebih bagus lagi. 
Pengelolaan 
1 Bagaimana harapan ke depan untuk proses pengelolaan 
layanan web hosting? 
a. Kontrol penggunaan 
b. Perubahaan paket 
 Jawaban: Itu tergantung kebijakan. Kalau mau ini, ya harus 
ngikutin prosedur itu. Jadi harus sesuai dengan peraturan dan 
kebijakan yang berlaku. 
Akhir Kontrak 
1 Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan web hosting? 
a. Alur mengakhiri 
b. Yang dilakukan oleh penyedia layanan setelah kontrak 
berakhir 
c. Mengetahui batas akhir layanan 
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 Jawaban: Terutama pergantian pengurus, seharusnya ya 
diturunkan. Kan daripada membuat surat, mending tanya ke 
senior terlebih dahulu. Biasanya saya arahkan seperti itu.  
Pencatatan 
1 Bagaimana harapan ke depan untuk proses pencatatan terkait 
layanan web hosting? 
a. Kontrak awal 
b. Pembaruan kontrak 
 Jawaban: CP harus clear. Kalau untuk domain lama terutama 
untuk kegiatan kemahasiswaan itu kurang mengetahuinya, 
kurang mengetahui pejabat terkait, seperti kalab, kajur, dan 
sebagainya. 
b. Dulu ada wacana itu. Ya tapi harus prosedur. 
Domain 
Kondisi Proses Bisnis Saat Ini 
Pendaftaran 
1 Apakah ada aturan yang digunakan untuk mengatur penulisan 
nama domain? 
 Jawaban: Ada 
2 Selama ini penulisan nama domain yang berlaku di ITS 
apakah sudah mengikuti peraturan yang ditetapkan oleh 
PANDI? Jika belum, selama ini menggunakan peraturan 
siapa? 
 Jawaban: Mengacu dari pimpinan kita. Oh ini syaratnya. Jadi 
ada yang sudah ditetapkan dari dulu dan ada yang baru saja. 
Mungkin yang lama sudah ada dan ada tambahan dari yang 
baru. Nah untuk penamaannya itu kan belakangnya sudah 
its.ac.id.. Kemudian untuk depannya, untuk UKM misalnya, 
harus ada LMBnya. Kalau himpunan itu harus hima diikuti 
domain jurusan. Jadi sudah ada prosedurnya. Namun untuk 
kegiatan seperti seminar itu biasanya langsung 
mencantumkan lewat surat. Kalau sudah dianggap sesuai dari 
Pusyan, baru bisa diproses. Namun dirasa belum sesuai, maka 
akan dikomunikasikan kembali ke pemohon agar dilakukan 
perubahan. 
3 Bagaimana alur untuk mendapatkan layanan ini? 




 Jawaban: Alurnya sama dengan web hosting. Jadi begini, 
defaultnya itu surat yang masuk kalau tanpa ada 
pemberitahuan saya minta domain dengan hosting di luar, 
berarti itu minta dua-duanya, kecuali kalau ada permintaan 
domain itu IP saya segini, berarti nanti kami buatkan domain 
saja. 
4 Apa saja persyaratan yang dibutuhkan untuk layanan ini? 
 Jawaban: Sama aja kayak web hosting. 
5 Bagaimana cara mengecek ketersediaan nama domain ketika 
ada pelanggan yang ingin mendaftarkan nama domainnya? 
 Jawaban: Yang mengecek dari sini. Harus diingat-ingat 
apakah sudah ada belum namanya. Jadi apabila terdapat 
pemohonan yang hampir mirip dengan nama domain yang 
sudah ada, maka ditanyakan kembali ke pemohon apakah ini 
untuk hal yang sama atau tidak. Jika berbeda, maka akan 
diproses dengan nama domain yang terdapat perbedaan. Jika 
sama, maka akan dilakukan reset password saja. Jadi semua 
kembali ke pemohon (user) tapi dengan syarat pengurusnya 
sama dalam satu unit. Kalau beda unit itu gak bisa, jadi harus 
ganti nama lagi. 
Pengelolaan 
1 Berapa lama layanan ini dapat digunakan oleh pelanggan? 
 Jawaban: Gak ada waktunya. Jadi semua by request itu. 
2 Apakah ada ketentuan yang mengatur siklus hidup dari nama 
domain, mulai dari pendaftaran hingga di akhir? 
 Jawaban: Tidak ada. 
3 Apakah ada pengontrolan yang dilakukan untuk mengecek 
terkait penggunaan nama domain? 
 Jawaban: Tetap ada. Namun tidak dilakukan setiap hari, 
namun hampir setiap hari saya melakukan monitoring terkait 
domain. Ini lho ada domain yang gak diupdate. Kemudian dari 
jaringan terkadang juga memberi tahu ke Layanan bahwa ada 
domain yang dihack, misalnya seperti itu. Kemudian, pihak 
Layanan akan menyampaikan ke pihak yang bersangkutan. 
Untuk solusinya nanti akan dibicarakan, seperti itu. Biasanya 
juga, ada yang mengemail ke pihak jaringan, ini lho ada 
B - 21 - 
 
- 21 - 
 
webnya ada yang error atau ada yang bolong. Nanti mereka 
menginfokan ke kami, kemudian kami beri tahu ke pihak CP 
atau adminnya bahwa minta tolong untuk web tersebut agar 
segera dibenahi atau ditindaklanjuti. Jumlah domain yang 
tercatat di saya itu ada hampir 500 domain. Itu saya bagi 
berapa domain sehari. Sebulan sekali. 
Akhir Kontrak 
1 Bagaimana cara mengetahui masa berakhir layanan yang 
digunakan ini? 
 Jawaban: By request 
2 Bagaimana alur yang digunakan untuk mengakhiri kontrak? 
 Jawaban: Menggunakan surat terlebih dahulu 
3 Apa yang dilakukan oleh pihak penyedia layanan setelah 
kontrak berakhir? 
 Jawaban: Domain dihapus. 
4 Berapa lama waktu yang digunakan agar domain sebelumnya 
telah digunakan dapat digunakan kembali? 
 Jawaban: Jadi di sini hanya minta menutup bukan untuk 
menghapusnya. Takutnya belum sempat dibackup. 
Pencatatan 
1 Bagaimaan proses pencatatan terkait layanan ini? 
 Jawaban: Simdom dan manual. 
2 Apakah terdapat kontrak tertulis mengenai layanan ini antara 
pengguna dengan penyedia layanan? 
 Jawaban: Tidak ada. 
3 Siapa saja aktor yang terlibat dalam proses pencatatan ini? 
 Jawaban: Tidak ada 
4 Jika terdapat kontrak tertulis, apa saja yang tercantum di 
dalam kontrak tersebut? 
 Jawaban: Tidak ada 
5 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pencatatan dan kontrak? 
 Jawaban: Tidak ada 
6 Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, barapa jangka waktu yang 
dilakukan? Bagaimana alur/aturan terkait hal tersebut? 




 Jawaban: Tidak ada 
7 Apakah terdapat kasus khusus yang terkait layanan ini (kasus 
khusus adalah kasus di luar dari aturan yang telah diterapkan 
saat ini)? 
 Jawaban: Tidak ada 
8 Apa saja kendala yang dihadapi terkait layanan ini? 
 Jawaban: Kalau gak sama dengan prosedur. Kalau sudah 
dibuatkan ternyata tidak dipakai. Kan ya eman.  
Kondisi Ekspektasi 
Pendaftaran 
1 Bagaimana harapan ke depan untuk proses pendaftaran 
layanan domain? 
a. Persyaratan 
b. Alur pendaftaram 
c. Peraturan terkait nama domain 
d. Pengecekan ketersediaan nama domain 
 Jawaban: Kan kita sudah ada form di web. Itu sudah sesuai. 
Ya bagian CP harusnya diisi. Terus sama sering ngecek email 
untuk penggunanya. 
Pengelolaan 
1 Bagaimana harapan ke depan untuk proses pengelolaan 
layanan domain? 
a. Kontrol penggunaan 
b. Siklus hidup domain 
 Jawaban:  
a. Sebenarnya di simdom itu ada aplikasi untuk monitoring 
untuk statusnya. Tapi pihak pengelola web (admin) terkadang 
dibutuhkan untuk mengupdate website yang dikelolanya. 
b. Ada masa expired itu masih dalam wacana. Tetapi inginnya 
ada prosedur, jika tidak diupdate dalam sekian waktu, maka 
terjadi apa. Seperti itu. 
Akhir Kontrak 
1 Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan domain? 
a. Alur mengakhiri 
B - 23 - 
 
- 23 - 
 
b. Yang dilakukan oleh penyedia layanan setelah kontrak 
berakhir 
c. Mengetahui batas akhir layanan 
 Jawaban: Sesuai dengan prosedur. 
Pencatatan 
1 Bagaimana harapan ke depan untuk proses pencatatan terkait 
layanan domain? 
a. Kontrak awal 
b. Pembaruan kontrak 
 Jawaban: Saya anggap sampai saat ini sudah cukup. 
Colocation Server 
Kondisi Prose Bisnis Saat Ini 
Pendaftaran 
1 Siapa saja yang boleh mendapatkan layanan ini? 
 Jawaban: Organisasi bukan perorangan. 
2 Apa saja persyaratan yang dibutuhkan untuk layanan ini 
(terkait administrasi dan spesifikasi server)? 
 Jawaban: Itu jaringan yang mengatur terkait spesifikasi 
servernya. Kalau administrasinya hanya berupa surat 
permohonan saja. 
3 Bagaimana alur untuk mendapatkan layanan ini? 
 Jawaban: Mengajukan surat. Kemudian surat tersebut akan 
didisposisikan sesuai dengan tupoksi masing-masing. Lalu 
nanti akan diproses. Setelah diproses segala konfirmasi akan 
disampaikan melalui email. Oleh karena itu, harus sering-
sering mengecek email. 
4 Berapa lama layanan ini dapat digunakan oleh pelanggan? 
 Jawaban: Tidak ada 
5 Apakah terdapat batasan terhadap server yang boleh dibawa 
oleh pelanggan? 
 Jawaban: Kita koordinasi dengan tim jaringan terlebih dahulu. 
6 Apa yang akan dilakukan apabila terdapat pelanggan yang 
ingin menitipkan servernya melebihi jumlah yang ditetapkan? 
 Jawaban: Akan koordinasi terlebih dahulu dengan tim 
jaringan. 




7 Apakah terdapat aturan yang mengatur isi dari server yang 
ditetapkan? 
 Jawaban: Itu yang punya wewenang adalah tim jaringan. 
8 Bagaimana cara mengetahui server yang telah dititipkan itu 
dimiliki oleh siapa (identitas kepemilikan server)? 
 Jawaban: Tim jaringan yang menentukan. 
Pengelolaan 
1 Bagaimana cara untuk mengetahui bahwa layanan colocation 
server ini telah digunakan dengan semestinya? 
 Jawaban: Tidak ada. 
2 Apakah terdapat pengontrolan terkait penggunaan colocation 
server? Jika ada, bagaimana caranya? 
 Jawaban: Kalau colo biasanya langsung ke tim jaringan. 
Harus ada koordinasi pokoknya.  
3 Apakah terdapat system backup yang digunakan? Jika ada, 
bagaimana caranya? 
 Jawaban: Kurang tahu 
4 Bagaimana pembagian wewenang antara penyedia layanan 
dengan pemilik server? 
 Jawaban: DPTSI hanya menyediakan tempat saja, yang 
mengelola sepenuhnya adalah pemilik server. 
5 Bagaimana alur proses terkait insiden yang terjadi terhadap 
server yang dititipkan? 
 Jawaban: Kalau ada error baru datang ke sini. Biasanya minta 
tolong diresetkan. Terus sama kayak servernya mati. Hanya 
seperti itu. Biasanya yang merasakan mereka terlebih dahulu 
baru menghubungi kami. 
Akhir Kontrak 
1 Bagaimana cara mengetahui masa berakhir layanan yang  
digunakan ini? 
 Jawaban: Tidak ada 
2 Bagaimana proses pengembalian dari server yang telah 
dititipkan kepada pelanggan ketika waktu yang ditentukan di 
dalam kontrak telah berakhir?  
 Jawaban: Harus sesuai prosedur. Harus ada surat yang 
mengetahui pimpinan, baik dari pihak pemohon dan 
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mengetahui pimpinan DPTSI. Jadi apabila ada permintaan 
melalui telepon, maka tetap disarankan untuk mengajukan 
surat terlebih dahulu. 
Pencatatan 
1 Bagaimana proses pencatatan terkait layanan ini? 
 Jawaban: Di simdom itu ada pencatatan dia itu ikut server 
yang mana. Hanya ada pencatatan IP berapa. Karena IP kan 
bisa dicari di command promp. Kalau menggunakan WHS 
kan IPnya sudah diingat. Jadi kalau ada surat masuk biasanya 
langsung didisposisikan ke jaringan. 
2 Apakah terdapat kontrak tertulis mengenai layanan ini antara 
pengguna dengan penyedia layanan? 
 Jawaban: Hanya surat permohonan saja. 
3 Siapa saja aktor yang terlibat dalam proses pencatatan ini? 
 Jawaban: Tidak ada 
4 Jika terdapat kontrak tertulis, apa saja yang tercantum di 
dalam kontrak tersebut? 
 Jawaban: Tidak ada 
5 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pencatatan dan kontrak? 
 Jawaban: Tidak ada 
6 Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, berapa jangka waktu yang 
dilakukan Bagaimana alur/aturan terkait hal tersebut? 
 Jawaban: Tidak ada 
7 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pembaruan kontrak? 
 Jawaban: Tidak ada 
8 Apakah terdapat kasus khusus yang terkait layanan ini (kasus 
khusus adalah kasus di luar dari aturan yang telah diterapkan 
saat ini)? 
 Jawaban: Kalau error kan mereka yang tau duluan. Baru 
menghubungi kami. 
9 Apa saja kendala yang dihadapi terkait layanan ini? 
 Jawaban: Biasanya langsung ke jaringan namun kami tetap 
akan berkomunikasi dengan pihak jaringan. 






1 Bagaimana harapan ke depan untuk proses pendaftaran 
layanan colocation server? 
a. Persyaratan 
b. Alur pendaftaran 
c. Batasan server 
d. Identitas kepemilikan server 
 Jawaban: Sampai saat ini masih relevan. 
Pengelolaan 
1 Bagaimana harapan ke depan untuk proses pengelolaan 
layanan colocation server? 
a. Kontrol penggunaan 
b. Sistem backup 
c. Pembagian wewenang antara penyedia layanan dengan 
pemilik server 
d. Alur proses terkait insiden yang terjadi 
 Jawaban: Tidak melenceng dari prosedur yang sudah ada. 
Akhir Kontrak 
1 Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan colocation server? 
a. Alur mengakhiri 
b. Proses pengembalian server 
 Jawaban: Semua by request dan ada koordinasi. Mungkin 
sudah terlaksana seperti itu. Kemudian ke depannya lebih baik 
lagi. 
Pencatatan 
1 Bagaimana harapan ke depan untuk proses pencatatan terkait 
layanan colocation server? 
a. Kontrak awal 
b. Pembaruan kontrak 
 Jawaban: Setahu saya kontrak itu ya by request itu tadi. 
Namun kalau di dalamnya ada kontrak tertulis lainnya, saya 
kurang paham. Itu mungkin ada koordinasi dari pimpinan lagi.  
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1 Siapa saja yang boleh mendapatkan layanan ini? 
 Jawaban: Semua unit kerja di ITS, termasuk lab bahkan 
kemahasiswaan juga boleh  
2 Siapa saja aktor yang berperan terhadap layanan ini? 
 Jawaban: Subdit layanan dan IKTI 
3 Apa saja peran yang diberikan kepada aktor-aktor tersebut? 
 Jawaban: Request layanan dan IKTI yang 
melaksanakan/memproses hal tersebut. Ketika selesai, IKTI 
akan memberitahukan/melaporkan kembali ke subdit layanan. 
Jadi istilahnya itu yang mencatat adalah Subdit Layanan. 
4 Bagaimana pembagian wewenang antara Pusat Layanan 
dengan Pusat Infrastruktur dan Keamanan Informasi? 
 Jawaban: Yang dekat dengan pelanggan adalah Subdit 
Layanan dan yang melaksanakan adalah IKTI. 
Web Hosting 
Kondisi Proses Bisnis Saat Ini 
Pendaftaran 
1 Apa saja paket yang ditawarkan mengenai web hosting? 
 Jawaban: Jadi sebenarnya untuk layanan web hosting ini akan 
beralih ke VPS. Jadi untuk spesifikasi memory, CPU nanti itu 
akan tergantung jenis aplikasi. Jadi ada 2. Jadi ada wbe host 
yang di mana 1 mesin dipakai oleh beberapa unit kerja itu 
akan memiliki web host sendiri. Jadi ada lagi yang lebih 




sedikit tingkatannya, yaitu VM. Jadi nanti mereka hosting di 
VM. Itu untuk aplikasi yang agak intensif, tidak aja informasi. 
Informasi itu kayak WordPress. Jadi untuk informasi, kami 
sediakan web host seperti itu, 1 mesin tapi dipakai untuk 
beberapa unit kerja. Kalau yang ini 1 mesin itu ada memory 
dan CPU yang dialokasikan. Jadi kalo web host, kita berikan 
file system sedangkan VPS ini, kami berikan sebuah mesin. 
File system itu yang diakses oleh FTP. Nah nanti file-filenya 
ditaruh di situ. Tapi tidak dapat mengelola system operasinya. 
Kalo VM, masing-masing dapat mengelola system 
operasinya. Jadi mereka install apa aja bisa.  
2 Kondisi apa yang diperbolehkan mengambil paket tersebut? 
 Jawaban: Untuk VM, tergantung tujuannya mau digunakan 
untuk apa. Nanti pada saat request kan ada, missal ingin 
digunakan untuk aplikasi. Nah aplikasi seperti apa itu yang 
akan ditanyakan terlebih dahulu. Jadi gak setiap unit kerja 
akan langsung dialokasikan ke VM karena juga hanya dipakai 
informasi saja ya nggak. 
3 Apa saja persyaratan yang dibutuhkan untuk layanan ini? 
 Jawaban: Kalau di web host, itu hanya untuk informasi saja, 
ya intinya untuk tulisan-tulisan saja, tidak dimaksudkan untuk 
dalam jumlah besar. Untuk VM atau VPS, digunakan untuk 
yang lebih intensif penggunaan memori itu lebih besar dan 
CPU yang lebih kencang.  
4 Bagaimana alur untuk mendapatkan layanan ini? 
 Jawaban: Ke Subdit Layanan dulu baru didisposisikan ke 
IKTI. 
5 Apakah terdapat peraturan terkait isi laman yang dari 
penggunaan web hosting? Jika iya, apa saja peraturannya yang 
diterapkan dan peraturan tersebut telah ditetapkan oleh siapa 
dan mengacu pada peraturan apa? 
 Jawaban: Sebenarnya kita selama ini hanya dengan 
bermodalkan percaya saja bahwa isinya itu tidak akan 
melanggar hak cipta orang lain. Bebas gitu. Karena dianggap 
masing-masing lini kerja dianggap mempunyai pengetahuan 
tentang hal itu. Tapi tetap ada batasan-batasan. Batasan-
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batasannya IP private, IP publicnya dishare dengan mesin-
mesin yang lain, lalu tidak boleh dijadikan mail server. 
Namun secara resmi didokumentasikan itu tidak ada. 
Pengelolaan 
1 Bagaimana cara untuk mengetahui bahwa web hosting ini 
telah digunakan dengan semestinya? 
 Jawaban: Kita mengontrol dari sumbernya. Jadi, misal kita 
tidak boleh dipake jadi mail server, jadi kita block akses ke 
port mail server. Jadi kita cut di sourcenya. Namun untuk 
pengontrolan hak cipta itu tidak ada. Jadi misal ada yang 
naruh ebook di webnya dan disebarkan ke seluruh dunia. Ya 
kita gak ada yang ngontrol. Kecuali kalau ada laporan, baru 
kita cut. 
2 Apakah terdapat pengontrolan terkait penggunaan web 
hosting? 
 Jawaban: Ada. 
3 Bagaimana cara untuk menangani untuk kondisi web hosting 
yang sudah tidak digunakan? 
 Jawaban: Selama ini yang ngontrol itu harusnya pihak Subdit 
Layanan. Jadi keputusannya dari Subdit Layanan. Jadi kami 
hanya menginformasikan saja, misal ini last updatenya sudah 
lama. Jadi untuk yang last updatenya sudah lama, untuk VM 
itu imagenya dicopy kemudian dimatikan. 
4 Apakah diperbolehkan untuk mengubah paket yang 
digunakan? Jika boleh, bagaimana caranya? 
 Jawaban: Mengajukan surat. 
Akhir Kontrak 
1 Bagaimana cara mengetahui masa berakhir layanan yang 
digunakan ini? 
 Jawaban: Jadi bisa dibilang tidak pernah berakhir ya. 
Biasanya Subdit Layanan akan melakukan checking sih gatau 
waktunya berapa lama tapi memang untuk melihat apakah ini 
masih aktif atau nggak. 
2 Bagaimana alur yang digunakan untuk mengakhiri kontrak? 
 Jawaban: Mengajukan surat 




3 Apa yang dilakukan oleh pihak penyedia layanan setelah 
kontrak berkahir? 
 Jawaban: Menghapusnya 
4 Berapa lama waktu yang digunakan agar space yang telah 
ditinggalkan oleh pengguna lama dapat digunakan oleh 
pengguna baru? 
 Jawaban: Ketika dihapus itu, kalau sudah dibackup, 
dikeluarkan dari situ, ya sudah dapat digunakan kembali. 
Langsung available itu. 
Pencatatan 
1 Bagaimana proses pencatatan terkait layanan ini? 
 Jawaban: Pada saat pembuatan itu pasti kan ada deskripsi dan 
lain-lain ya itu kami lakukan pencatatan di sana. Langsung 
mendapatkan data ya sudah di deskripsi itu. 
2 Apakah terdapat kontrak tertulis mengenai layanan ini antara 
pengguna dengan penyedia layanan? 
 Jawaban: Setahu saya, tidak ada 
3 Siapa saja aktor yang teribat dalam proses pencatatan ini? 
 Jawaban: Tidak ada 
4 Jika terdapat kontrak tertulis, apa saja yang tercantum di 
dalam kontrak tersebut? 
 Jawaban: Tidak ada 
5 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pencatatan dan kontrak? 
 Jawaban: Tidak ada 
6 Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, berapa jangka waktu yang 
digunakan? Bagaimana alur/aturan terkait hal tersebut? 
 Jawaban: Tidak ada 
7 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pembaruan kontrak? 
 Jawaban: Tidak ada 
8 Apakah terdapat kasus khusus yang terkait layanan ini (kasus 
khusus adalah kasus di luar dari aturan yang telah diterapkan 
saat ini)? 
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 Jawaban: Nggak ada. Ya ada sih yang gak mengikuti aturan, 
ya nggak lewat ini. Kadang ya ada dari rektorat, misal ini 
kasus khusus ya ntar langsung gitu. 
9 Apa saja kendala yang dihadapi terkait layanan ini? 
 Jawaban: Karena kita tidak mengontrol satu per satu mengenai 
kontennya, bisa jadi ada 1 situs yang diserang. Diserang itu 
maksudnya ditempel aplikasi sehingga kita tidak aware 
terhadap serangan itu. Tapi kalo serangan dari layer jaringan, 
itu kita tahu. Tapi kalo serangan itu sifatnya konten seperti sql 
injection, itu kita gak tau. Kita belum ada filter terkait hal itu. 
Kondisi Ekpektasi 
Pendaftaran 
1 Bagaimana harapan ke depan untuk proses pendaftaran 
layanan web hosting? 
a. Paket yang ditawarkan 
b. Persyaratan 
c. Alur pendaftarn 
d. Peraturan terkait isi laman 
 Jawaban: 
Mungkin rencana jangka panjangnya adalah membuat 
layanan web hosting itu menjadi berbasis cloud. Kalau cloud 
itu kan user demand melakukan pembuatan dan langsung 
jalan, gak perlu dibuatkan lagi oleh administrator. Kita di sini 
membuat layanan seperti cloud, bukan ke cloud. Jadi 
servernya di mana kan gak tau lokasinya. Kita menyediakan 
di ITS, tapi servernya ditaruh di luar. Kan cloud kan sifatnya 
seperti itu, menyembunyikan detail dari servernya. Usernya 
tinggal dapat ijin, dia bisa mendaftar sendiri, mengisi sendiri, 
dan menentukan sendiri. 
d. Kalau peraturan terkait isi laman itu belum secara resmi. 
Tapi harapannya itu harusnya sudah ditetapkan secara 
menyeluruh. Kita ini masalah infrastruktur. Kalau masalah 
konten itu sebenarnya masalah legal/umum. Kita belum 
memasang peraturan itu ketika membuat itu tadi menyediakan 
tempat untuk berbagi informasi itu tadi kita belum 
memasangnya. Tetapi seharusnya ada sebuah ketentuan-




ketentuan yang harus dipatuhi, seperti tidak melanggar hak 
cipta, tidak untuk komersil. Seperti itu. 
Pengelolaan 
1 Bagaimana harapan ke depan untuk proses pengelolaan 
layanan web hosting? 
a. Kontrol penggunaan 
b. Perubahaan paket 
 Jawaban:  
a. Kalau menggunakan paradigma cloud, setiap user bisa 
mengetahui aktivitasnya masing-masing, tercatat seperti itu. 
Dari situ kan bisa ditarik oleh administrator, untuk dilihat 
secara keseluruhan penggunaannya. Jadi sebuah otomatis. 
Akhir Kontrak 
1 Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan web hosting? 
a. Alur mengakhiri 
b. Yang dilakukan oleh penyedia layanan setelah kontrak 
berakhir 
c. Mengetahui batas akhir layanan 
 Jawaban: Sesuai dengan prosedur 
Pencatatan 
1 Bagaimana harapan ke depan untuk proses pencatatan terkait 
layanan web hosting? 
a. Kontrak awal 
b. Pembaruan kontrak 
 Jawaban: Sesuai dengan prosedur 
Domain 
Kondisi Proses Bisnis Saat Ini 
Pendaftaran 
1 Apakah ada aturan yang digunakan untuk mengatur penulisan 
nama domain? 
 Jawaban: Kita domain itu its.ac.id. Kemudian, kita juga 
memiliki sub domain. Nah subdomain ini yang diperbolehkan 
ini adalah jurusan dan badan. Itu untuk yang email ya. 
Sedangkan subdomain yang lain bisa kalau untuk nama 
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host/nama mesin itu bisa dikelola oleh jurusan yang mampu. 
Mampu ini adalah mampu mengelola DNS main server.  
2 Selama ini penulisan nama domain yang berlaku di ITS 
apakah sudah mengikuti peraturan yang ditetapkan oleh 
PANDI? Jika belum, selama ini menggunakan perturan siapa? 
 Jawaban: Kalau PANDI, cuma sampai ID saja, sampai its aja. 
Di bawahnya its, sudah peraturan sendiri. Tapi kalau email, ya 
itu tadi, subdomain seperti mhs.if.its.ac.id, itu kan jurusan. 
Jurusan bisa menggunakan subdomain. Tapi kalau untuk unit 
kerja its, menggunakan @its.ac.id, kecuali untuk badan. 
3 Bagaimana alur untuk mendapatkan layanan ini? 
 Jawaban: sama 
4 Apa saja persyaratan yang dibutuhkan untuk layanan ini? 
 Jawaban: Untuk itu ada request ke Subdit Layanan. Harus 
mengalokasi contact person. Kalau ingin mengelola 
subdomain sendiri, tentu saja harus mendapatkan asistensi 
dari Subdit Infrastruktur. 
5 Bagaimana cara mengecek ketersediaan nama domain ketika 
ada pelanggan yang ingin mendaftarkan nama domainnya? 
 Jawaban: Kita lihat di DNS. Kalau nggak ada, berarti ya 
tersedia. Yang ngecek adalah admin dan masih secara manual. 
Kita mengelola subdomain kan gak banyak, jadi ya langsung 
hapal kalau itu gak ada. 
Pengelolaan 
1 Berapa lama layanan ini dapat digunakan oleh pelanggan? 
 Jawaban: Tidak ada batas waktu 
2 Apakah ada ketentuan yang mengatur siklus hidup dari nama 
domain, mulai dari pendaftaran hingga di akhir? 
 Jawaban: Kita ini gak ada. Jadi selama ITS berdiri, ya ada 
terus. Selama gak ganti nama, ya ada terus. 
3 Apakah ada pengontrolan yang dilakukan untuk mengecek 
terkait penggunaan nama domain? 
 Jawaban: Juga tidak ada. 
Akhir Kontrak 
1 Bagaimana cara mengetahui masa berakhir layanan yang 
digunakan ini? 




 Jawaban: Dari surat 
2 Bagaimana alur yang digunakan untuk mengakhiri kontrak? 
 Jawaban: Mengajukan surat 
3 Apa yang dilakukan oleh pihak penyedia layanan setelah 
kontrak berakhir? 
 Jawaban: Sama kayak hosting 
4 Berapa lama waktu yang digunakan agar domain sebelumnya 
telah digunakan dapat digunakan kembali? 
 Jawaban: Bisa langsung digunakan 
Pencatatan 
1 Bagaimaan proses pencatatan terkait layanan ini? 
 Jawaban: Layanan 
2 Apakah terdapat kontrak tertulis mengenai layanan ini antara 
pengguna dengan penyedia layanan? 
 Jawaban: Tidak ada 
3 Siapa saja aktor yang terlibat dalam proses pencatatan ini? 
 Jawaban: Tidak ada 
4 Jika terdapat kontrak tertulis, apa saja yang tercantum di 
dalam kontrak tersebut? 
 Jawaban: Tidak ada 
5 Berapa lama waktu yang dibutuhkan utnuk melakukan proses 
pencatatan dan kontrak? 
 Jawaban: Tidak ada 
6 Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, barapa jangka waktu yang 
dilakukan? Bagaimana alur/aturan terkait hal tersebut? 
 Jawaban: Tidak ada 
7 Apakah terdapat kasus khusus yang terkait layanan ini (kasus 
khusus adalah kasus di luar dari aturan yang telah diterapkan 
saat ini)? 
 Jawaban: Tidak ada 
8 Apa saja kendala yang dihadapi terkait layanan ini? 
 Jawaban: Sebenarnya tidak ada kendala. Kendalanya cuma 
semuanya dilakukan secara manual, belum terintegrasi, 
misalnya dengan Subdit Layanan. 
Kondisi Ekspektasi 
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Pendaftaran 
1 Bagaimana harapan ke depan untuk proses pendaftaran 
layanan domain? 
a. Persyaratan 
b. Alur pendaftaram 
c. Peraturan terkait nama domain 
d. Pengecekan ketersediaan nama domain 
 Jawaban: 
c. Harapannya ada secara tertulis. Sebenarnya mungkin ada, 
tapi saya nggak tahu ada apa nggaknya. Tapi harusnya sih ada. 
Karena itu sudah lama peraturan itu ada. Pada waktu saya di 
sini, saya cuma mengacu kepada yang sudah dilakukan 
sebelumnya. Untuk perihal dokumennya, saya belum 
mengeceknya. Kalau SOP, itu semua dari Layanan. Itu 
kayaknya lo. 
Pengelolaan 
1 Bagaimana harapan ke depan untuk proses pengelolaan 
layanan domain? 
a. Kontrol penggunaan 
b. Siklus hidup domain 
 Jawaban: Ndak. Saya sebagai ini tidak akan membuat, 
mungkin harusnya ada, cuma ada pemberitahuan bahwa ini 
sudah tidak terpakai. Tapi tidak langsung expired. Karena kan 
ini universitas bukan ISP yang komersil. Jadi menurut saya 
hal seperti itu tidak terlalu perlu untuk dilakukan. 
Akhir Kontrak 
1 Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan domain? 
a. Alur mengakhiri 
b. Yang dilakukan oleh penyedia layanan setelah kontrak 
berakhir 
c. Mengetahui batas akhir layanan 
 Jawaban: Sesuai dengan prosedur 
Pencatatan 
1 Bagaimana harapan ke depan untuk proses pencatatan terkait 
layanan domain? 




a. Kontrak awal 
b. Pembaruan kontrak 
 Jawaban: Sesuai dengan prosedur 
Colocation Server 
Kondisi Proses Bisnis Saat Ini 
Pendaftaran 
1 Siapa saja yang boleh mendapatkan layanan ini? 
 Jawaban: Setiap unit kerja di ITS. 
2 Apa saja persyaratan yang dibutuhkan untuk layanan ini 
(terkait administrasi dan spesifikasi server)? 
 Jawaban: Tentu saja harus ada server. Servernya harus bentuk 
rackmount, mendatar gitu. Jadi bukan yang tower. Kemudian, 
dengan surat serah terima dan penanggung jawab. Bentuk 
baku surat serah terimanya bisa lihat di service desk. 
3 Bagaimana alur untuk mendapatkan layanan ini? 
 Jawaban: sama 
4 Berapa lama layanan ini dapat digunakan oleh pelanggan? 
 Jawaban: Sehari sampai 2 hari baru bisa digunakan. Terhitung 
dari server itu diletakkan. 
5 Apakah terdapat batasan terhadap server yang boleh dibawa 
oleh pelanggan? 
 Jawaban: Tergantung dari tujuannya apa. Boleh aja. Bahkan 
10 juga boleh asalkan ada tempatnya di sini. Tapi kembali lagi 
kan tujuannya mau dibuat apa. 
6 Apa yang akan dilakukan apabila terdapat pelanggan yang 
ingin menitipkan servernya melebihi jumlah yang ditetapkan? 
 Jawaban: Ketika penuh sih belum pernah ada kejadian. Tapi 
ditaruh aja sih. Mungkin kita beri tahukan bahwasannya 
tempatnya penuh. Kalau tempat kan kita lihat ketersediaan 
tempat. Kalau penuh, ya bagaimana lagi. 
7 Apakah terdapat aturan yang mengatur isi dari server yang 
ditetapkan? 
 Jawaban: Isi tidak dibatasi.  
8 Bagaimana cara mengetahui server yang telah dititipkan itu 
dimiliki oleh siapa (identitas kepemilikan server)? 
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 Jawaban: Pasti ada contact person yang bisa dihubungi. 
Semua tercatat di Subdit Layanan, semua request. Jadi contact 
personnya pasti akan aktif dengan Subdit Layanan. 
Pengelolaan 
1 Bagaimana cara untuk mengetahui bahwa layanan colocation 
server ini telah digunakan dengan semestinya? 
 Jawaban: Dari admin 
2 Apakah terdapat pengontrolan terkait penggunaan colocation 
server? Jika ada, bagaimana caranya? 
 Jawaban: Monitoring usage utilization saja dan dilakukan 
oleh admin di sini. 
3 Apakah terdapat system backup yang digunakan? Jika ada, 
bagaimana caranya? 
 Jawaban: Dilakukan secara terpisah. Maksudnya tidak 
dilakukan backup secara periodic ke semua system.Biasa dari 
developer-developer terkait saja yang melakukan backup 
secara terpisah. Jadi backup dilakukan oleh user masing-
masing. 
4 Bagaimana pembagian wewenang antara penyedia layanan 
dengan pemilik server? 
 Jawaban: DPTSI melakukan yang ada hubungannya dengan 
jaringan. Misalnya mau mindah tempat, mindah IP, ya itu 
boleh. Tapi tidak sampai masuk ke dalamnya. Pemilik server 
hanya bisa masuk ke dalamnya. 
5 Bagaimana alur proses terkait insiden yang terjadi terhadap 
server yang dititipkan? 
 Jawaban: Komunikasi antara contact person dengan pihak 
kita. Kemudian, misalkan ada sesuatu yang diperlukan, ya dia 
bisa masuk ke data center. Ini langsung komunikasi dengan 
IKTI. Untuk prosesnya tergantung situasi. Orangnya yang 
masuk atau share passwordnya. 
Akhir Kontrak 
1 Bagaimana  cara mengetahui masa berakhir layanan yang  
digunakan ini? 
 Jawaban: Dari surat yang masuk 




2 Bagaimana proses pengembalian dari server yang telah 
dititipkan kepada pelanggan ketika waktu yang ditentukan di 
dalam kontrak telah berakhir?  
 Jawaban: Komunikasi dulu kemudian ada serah terima. 
Pencatatan 
1 Bagaimana proses pencatatan terkait layanan ini? 
 Jawaban: Jadi tidak ada proses pencatatan  bterkait insiden. 
Biasanya pengelolanya tahu ini butuh direstart, ya kita tinggal 
restart aja. Tidak perlu orangnya datang sendiri. 
2 Apakah terdapat kontrak tertulis mengenai layanan ini antara 
pengguna dengan penyedia layanan? 
 Jawaban: Tidak ada 
3 Siapa saja aktor yang terlibat dalam proses pencatatan ini? 
 Jawaban: Tidak ada 
4 Jika terdapat kontrak tertulis, apa saja yang tercantum di 
dalam kontrak tersebut? 
 Jawaban: Tidak ada 
5 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pencatatan dan kontrak? 
 Jawaban: Tidak ada 
6 Apakah terdapat alur/aturan yang mengatur tentang 
pembaruan kontrak? Jika iya, berapa jangka waktu yang 
dilakukan Bagaimana alur/aturan terkait hal tersebut? 
 Jawaban: Tidak ada 
7 Berapa lama waktu yang dibutuhkan untuk melakukan proses 
pembaruan kontrak? 
 Jawaban: Tidak ada 
8 Apakah terdapat kasus khusus yang terkait layanan ini (kasus 
khusus adalah kasus di luar dari aturan yang telah diterapkan 
saat ini)? 
 Jawaban: Tidak ada 
9 Apa saja kendala yang dihadapi terkait layanan ini? 
 Jawaban: Tidak ada kendala terkait penyediaan. Kecuali 
kayak tadi kalau tempatnya tidak cukup. Tapi selama cukup, 
tidak ada kendala. Kecuali contact personnya ini keluar kerja 
dan menyerahkan sepenuhnya kepada kita. Itu problemnya di 
B - 39 - 
 
- 39 - 
 
sana. Jadi tanggung jawab kita menjadi bertambah dalam 
mengelola dari isi dari itu. Harusnya ndak. 
Kondisi Ekspektasi 
Pendaftaran 
1 Bagaimana harapan ke depan untuk proses pendaftaran 
layanan colocation server? 
a. Persyaratan 
b. Alur pendaftaran 
c. Batasan server 
d. Identitas kepemilikan server 
 Jawaban: Harus ada aturan tentang isi. Jadi harusnya ada 
ketentuan yang harus diketahui oleh usernya itu, ketentuan 
yang belum didefinisikan. Tapi kalau dari segi hardware, 
teknologi, tidak ada masalah. 
Pengelolaan 
1 Bagaimana harapan ke depan untuk proses pengelolaan 
layanan colocation server? 
a. Kontrol penggunaan 
b. Sistem backup 
c. Pembagian wewenang antara penyedia layanan dengan 
pemilik server 
d. Alur proses terkait insiden yang terjadi 
 Jawaban: 
Saya rasa sudah cukup ya. Jadi cukup pemberitahuan saja dan 
perlu dikomunikasikan saja. Gak perlu sesuatu yang terlalu 
formal. 
Akhir Kontrak 
1 Bagaimana harapan ke depan untuk proses pengakhiran 
kontrak layanan colocation server? 
a. Alur mengakhiri 
b. Proses pengembalian server 
 Jawaban: 
Sebenarnya serah terima itu sudah meresmikan bahwa ini itu 
bisa diterima. Jadi sudah termasuk serah terima itu. Misalnya 
ini gak cocok, kan ya gak mau serah terima. 
Pencatatan 




1 Bagaimana harapan ke depan untuk proses pencatatan terkait 
layanan colocation server? 
a. Kontrak awal 
b. Pembaruan kontrak 
 Jawaban: 
Di surat serah terima itu tercatat tentang bagaimana servernya 
tapi gak tercantum di mana lokasinya. Cuma servernya apa 
dari jurusan mana. 
 
 
Hari, Tanggal Selasa, 6 Desember 2016 
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Lokasi Aula Jurusan Sistem Informasi 
Narasumber Bu Hanim Maria 
Jabatan Kepala Subdirektorat Layanan 
Lama Bekerja 2016 – sekarang 
Topik Harapan Untuk Pengelolaan Layanan 





1 Harapan untuk kondisi ke depannya terhadap ketiga layanan 
tersebut bagaimana? 
 Jawaban: Karena saya masuk ke layanan, inginnya adalah kita 
bisa memonitor sesuatu. Semuanya layanan itu kan harusnya 
uptimenya tinggi. Uptime yang tinggi itu ketika kita bisa 
memastikan sesuatu sebelum sebuah insiden itu terjadi atau 
sebelum insiden itu diketahui oleh orang lain, paling nggak. 
Berarti kalau untuk uptime itu termasuk ke availabilitynya. Itu 
saja sudah bisa dibreak down ke banyak hal. Misalnya nih, 
website itu harusnya bisa terus diakses, gak down. Ketika 
website down itu apa saja penyebabnya. Nah di sini berarti 
harus dilakukan identifikasi juga. Jadi waktu itu, ada despro 
komplain website kami down dan ternyata ketika dicari tahu 
pada saat itu mereka trafiknya lagi tinggi. Bisa jadi karena dia 
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menggunakan template yang gratisan, ketika trafik sedang 
tinggi maka dapat membuat down website tersebut. Kalau 
website down, website-website yang ada di dalam 1 server itu 
juga ikutan down. Akhirnya kan ada 2 website yang ikutan 
down. Kita tahunya website itu down setelah mendapatkan 
laporan. Di sini ada 2 hal yang saya catat. Pertama, harusnya 
ada mekanisme standarisasi yang memastikan bahwa kalau 1 
website itu dipasang di servernya ITS ya atau di server mana 
pun, entah dia masang di servernya sendiri atau di manapun, 
harusnya ada standarisasi. Oh harus pakai web aplikasi yang 
tidak gratisan. Kalaupun yang gratisan, harus yang legal. Jadi 
web resmi, CMS resmi. Jadi gak bajakan lah intinya. Jadi 
harus ada standarisasi itu. Misalkan, oh harus dilakukan 
upgrade. Kayak gitu kan juga belum ada peraturannya. 
Akibatnya, kalau gak diupgrade, itu kan bisa jadi kalau ada 
orang yang sudah punya pengalaman mengetahui celahnya 
suatu website. Misal lho ini ada sebuah website yang lama gak 
diupdate, wes tak utek-utekke. Dia bisa melakukan hal yang 
seperti itu. Itu kan mestinya update. Berarti kan itu nambal 
bolong-bolongnya yang ada di website itu. Yang kedua adalah 
kita kan tahu kalau website itu down setelah orang itu 
memberi laporan. Itu terjadi most of the cases kayak gitu. 
Mestinya kan kita bisa ngeping semua website yang ada. Lalu 
memberikan laporan bahwa website ini stop. Nah itu yang 
akan kami buat ke depan bahwa monitor itu harus kami tahu 
lebih dulu daripada yang lain.Jadi bayangan saya, ketika 
website down, nanti dari hp itu ada laporan. Oh ya, website 
dengan IP segini segini segini, kan itu pakai mekanisme 
ngeping aja kan ya. Untuk ngeping semua itu kan ada 
scriptnya. Ada programnya seperti itu dia. Mungkin agak 
berat ya tapi itu lebih baik daripada. Itu kan ngomongin 
tentang teknologi kan ya. Saya sih basicly selalu berpikiran 
bahwa teknologi itu akan selalu bisa mengikuti keinginannya 
kita. Jadi harapannya itu ada monitoring yang itu kita bisa 
intinya itu melakukan mitigasi. Kita tahu lebih dulu daripada 
orang lain. 




2 Web hosting kan sudah ada paketnya. Nah itu mau tetap ada 
3 paket itu atau mau langsung difikskan 1 saja? 
 Jawaban: Kalau di VPS, kita tidak ada pembatasan mengenai 
hal itu. Harapan ke depannya kan nanti semuanya ingin di 
VPS. Kalau di VPS, tidak ada pembatasan seperti itu. Jadi, ke 
depan ada misalnya nih websitenya JSI itu 4GB. Tapi kita 
selalu menanyakan, ini kebutuhannya untuk apa saja, apakah 
sangat tinggi frekuensi untuk updatenya, update content. 
Kayak misalnya website, gak cuma dari website ya, SIM. 
Yang minta server kan gak cuma website. Misalnya SIM ya. 
SIM itu apakah tingkat perkembangannya tinggi? Seperti SIM 
entry SK. Entry SK itu kan dapat dientri pada waktu SK. 
Kamu tahu kan SK itu ketika discan itu sudah makan space 
yang cukup tinggi. Jadi kita lihat juga kepentingannya. Kita 
kan waktu ada pengajuan domain, hosting kan harus ada surat. 
Sebenarnya ini digunakan untuk apa. Itu juga ingin kita tahu. 
Jadi ada mekanisme untuk menanyakan seperti itu. Jadi nanti 
ketika kamu membuat prosedur ya, harus tetap tercatat 
mengenai itu. Nah berarti ya kalau bikin prosedur harus. Jadi 
ini revisi ya. Jadi kemarin saya membuka prosedur milik Ari 
Cahaya sama Inay. Itu tidak terlalu mudah untuk 
mengimplementasikan. Kondisinya sangat terlalu ideal. Jadi 
kondisinya DPTSI dari sisi developer itu pengerjaan sangat 
tinggi. Rodok agile modele. Scrum and agile seperti itu lah ya. 
Sehingga yang namanya prosedur itu nanti saya minta bisa 
dionlinekan. Maksudnya itu kayak form, nah itu bisa online 
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LAMPIRAN C – FORM VERIFIKASI SOP 
Lampiran ini berisi tentang daftar pertanyaan untuk melakukan 
verifikasi dokumen SOP Pengelolaan Layanan Web Hosting, 
Domain, VPS, dan Colocation Server yang telah dibuat. 
Verifikasi ini dilakukan dengan 3 narasumber, yaitu Pak Moh. 
Noor Al Azam (expert review), Pak Royyan (Kasubdit 
Infrastruktur dan Keamanan Teknologi Informasi), dan Bu 
Hanim (Kasubdit Layanan Teknologi dan Sistem Informasi). 
 
Nama    :  
Jabatan   :  
Tanggal   :  
Topik   :  
Lokasi   :    
 
Tabel C. 1 Hasil Verifikasi 
No Pertanyaan Jawaban 
1 Apakah pelaksana yang 
tertulis pada setiap SOP 






2 Apakah seluruh alur 
prosedural proses 
pengelolaan domain, web 
hosting, VPS, dan 
colocation server telah 
sesuai? 
- Apakah terdapat 
penulisan kalimat 
pada alur prosedur 
yang perlu diperbaiki? 
- Apakah terdapat alur 
prosedur yang perlu 
 









3 Apakah seluruh struktur 
dan isi setiap formulir 
online sudah sesuai? 
- Apakah terdapat 
penulisan kalimat 
pada formulir online 
yang perlu diperbaiki? 
- Apakah terdapat 
informasi pada 






4 Apakah penyusunan 
template dokumen SOP 
Pengelolaan Domain, 
Web Hosting, VPS, dan 
Colocation Server telah 
sesuai? 
- Apakah terdapat 
penulisan kalimat 
pada dokumen SOP 
yang perlu diperbaiki? 
- Apakah terdapat 
informasi yang perlu 
ditambahkan/dihapus 
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LAMPIRAN D – FORM VALIDASI SOP 
Lampiran ini berisi tentang daftar pertanyaan untuk melakukan validasi dokumen SOP Pengelolaan Layanan 
Web Hosting, Domain, VPS, dan Colocation Server yang telah dibuat. Validasi dilakukan dengan Bu Wiwin 
selaku Staf Subdirektorat Layanan Teknologi dan Sistem Informasi dan Mas Andy dan Aji selaku contoh 
representatif dari pelanggan/unit kerja/organisasi. 
 
Tanggal  :  
Lokasi    :  
 
Validasi pada penelitian ini dilakukan dengan melakukan simulasi pengisian formulir yang terdapat pada SOP 
yang dibuat terkait Pengelolaan Domain, Web Hosting, VPS, dan Colocation Server. Pengisian formulir ini 
dilakukan oleh Staf Subdit Layanan Teknologi dan Sistem Informasi dan Staf Subdit Infrastruktur dan 
Keamanan Teknologi Informasi DPTSI ITS Surabaya. Hasil validasi dapat dilihat pada Tabel D.1. 
Tabel D. 1 Hasil Validasi 









layanan domain, web 
hosting, VPS, dan 
   
 















kontrak perjanjian layanan 
domain, web hosting, VPS, 
dan colocation server 
(FRM-LTSI-002) 




pengguna layanan domain, 
web hosting, VPS, dan 
colocation server (FRM-
LTSI-003) 
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riwayat layanan domain, 
web hosting, VPS, dan 
colocation server (FRM-
LTSI-010) 








website yang dilakukan 
(FRM-LTSI-011) 
   
 











pembaruan data contact 
person (FRM-LTSI-012) 
















dan penghentian kontrak 
layanan domain, web 
hosting, VPS, dan 
colocation server 
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LAMPIRAN E – BUKTI ARSIP 
Lampiran ini berisi tentang bukti arsip dokumen yang 
didapatkan untuk menunjang pembuatan dokumen SOP 




Gambar E. 1 Dokumen Peraturan Rektor ITS 





Gambar E. 2 Tupoksi DPTSI 
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Gambar E. 3 Dokumen data domain 





Gambar E. 4 Dokumen histori domain 




Gambar E. 5 Dokumen surat permohonan pembuatan domain dan web 
hosting 





Gambar E. 6 Dokumen surat permohonan reset password WHS 
















“Halaman ini sengaja dikosongkan” 
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LAMPIRAN F – BUKTI VERIFIKASI 
Lampiran ini berisi tentang bukti telah dilakukannya verifikasi 
dokumen SOP Pengelolaan Layanan Web Hosting, Domain, 
VPS, dan Colocation Server. 
 
 
Gambar F. 1 Bukti pelaksanaan verifikasi 1 





Gambar F. 2 Bukti interview protocol verifikasi 1 




Gambar F. 3 Bukti pelaksanaan verifikasi 2 





Gambar F. 4 Bukti interview protocol verifikasi 2 




Gambar F. 5 Bukti pelaksanaan verifikasi 3 
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LAMPIRAN G – BUKTI VALIDASI 
Lampiran ini berisi tentang bukti telah dilakukannya validasi 
dokumen SOP Pengelolaan Layanan Web Hosting, Domain, 
VPS, dan Colocation Server. 
 
 
Gambar G. 1 Bukti pelaksanaan validasi 1 





Gambar G. 2 Bukti pelaksanaan validasi 2 
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Gambar G. 3 Bukti pelaksanaan validasi 3 




“Halaman ini sengaja dikosongkan” 
 
  
H - 1 - 
 
LAMPIRAN H – FORMULIR BUKTI VALIDASI 
Lampiran ini berisi tentang formulir sebagai bukti telah 
dilakukannya validasi dokumen SOP Pengelolaan Layanan 
Web Hosting, Domain, VPS, dan Colocation Server. 
 
 
Gambar H. 1 Bukti validasi formulir FRM-LTSI-001 





Gambar H. 2 Bukti validasi formulir FRM-LTSI-002 




Gambar H. 3 Bukti validasi formulir FRM-LTSI-003 





Gambar H. 4 Bukti validasi formulir FRM-LTSI-004 




Gambar H. 5 Bukti validasi formulir FRM-LTSI-005 





Gambar H. 6 Bukti validasi formulir FRM-LTSI-006 




Gambar H. 7 Bukti validasi formulir FRM-LTSI-007 





Gambar H. 8 Bukti validasi formulir FRM-LTSI-008 




Gambar H. 9 Bukti validasi formulir FRM-LTSI-009 





Gambar H. 10 Bukti validasi formulir FRM-LTSI-010 




Gambar H. 11 Bukti validasi formulir FRM-LTSI-011 
 
 
Gambar H. 12 Bukti validasi formulir FRM-LTSI-012 





Gambar H. 13 Bukti validasi formulir FRM-LTSI-013 























“Halaman ini sengaja dikosongkan” 
 
