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Исследование вопросов безопасного развития современного белорусского общества с учетом 
общеевропейских и мировых тенденций становления глобального информационного пространства 
в последние годы стало актуальным направлением научного анализа угроз, формирующихся в ин-
формационной сфере [1–5]. Важность проблемы обеспечения информационной безопасности во 
многом определяется диалектикой взаимодействия личности, государства и других общественных 
и политических субъектов в условиях сдвига в сторону высоких технологий. Учет данного аспекта 
при рассмотрении феномена сетевых войн позволяет акцентировать внимание на значимых тен-
денциях развития современного белорусского общества и его сферы безопасности: 
– взаимосвязь регулирования безопасности с многоаспектным развитием общественных отно-
шений и информационно–сетевой деятельностью; 
– интеграция в общественное сознание национальных ценностей и ценностей безопасности; 
– дальнейшее развитие эффективного политического лидерства и эффективной политической 
элиты; 
– активное развитие информационно–сетевой деятельности; 
– активное вовлечение в сферу безопасности общественных институтов; 
– дальнейшее обеспечение интеграции Беларуси в мировое сообщество.  
Под сетевыми войнами в современной литературе понимается конфронтационное противостоя-
ние, осуществляемое на основании единства идеологии и информационно–коммуникационного 
сетевого взаимодействия [5]. 
Основной смысл сетевых войн раскрывается через системное использование информационно–
сетевого, коммуникационного механизма, обеспечивающего эффективные связи в медийном ин-
формационном пространстве. Это предполагает реализацию военной модели, позволяющей в гло-
бальных масштабах оказывать воздействие на процессы демократизации социума. Доминирует 
идея непрекращающегося воздействия на человека и общество информационно–сетевой деятель-
ности для осуществления заданного управления в глобальном масштабе. 
Современные события в странах Востока (неравномерность и неравноценности развития, раз-
личия во внутренней структуре), ―цветные революции‖ на постсоветском пространстве позволяют 
делать вывод о том, что регулирование сферы безопасности современного белорусского общества 
должно быть направлено не только на предотвращение угроз, связанных с применением ресурсов 
информационно–психологической борьбы, но и на осуществление комплекса мер по укреплению 
конституционного строя, суверенитета и территориальной целостности белорусского государства. 
Необходимо прогрессивно и сбалансированно воздействовать на детерминированный хаос и ди-
намику самоорганизации социально–экономических систем [2, с. 18]. Чрезвычайно важной при 
этом представляется детерминирующая роль государства в осуществлении информационного кон-
троля над информационными потоками в кибернетическом пространстве.. 
В современной Беларуси влияние государства на сферу безопасности, как и в большинстве гос-
ударств мира, все в большей степени принимает формы информационно–сетевой деятельности и 
затрагивает определенные аспекты рассмотрения феномена сетевых войн.  
Рассмотрим отдельные стороны потенциальных угроз, воздействие которых связано с появле-
нием феномена сетевых войн. 
Во–первых, лежащая в их основе война идей ведет к разрушению базовых ценностей народа и 
государства, национальной, конфессиональной и культурной идентичности.  
Во–вторых, информационный и идеологический вакуум ограничивает стратегический выбор 
страны в глобализирующемся мире и делает ее частью системы планетарного контроля»  [4, с. 96]. 
Помимо того, сетевые войны ведутся подручными средствами, а осуществление насилия, причи-
нение ущерба, подчас очень серьезного, наносится с помощью того, что находится внутри объекта 
агрессии, что является частью его самого, принизывает его структуры. Само насилие становится 
сетевым [5]. 
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Очевидно, что без современных информационных технологий нельзя сформировать современ-
ную экономику, повысить уровень образования и квалификацию населения, создать современную 
кредитно–финансовую систему, осуществить рациональное управление общественными процес-
сами. При этом все конфликты, кризисы в социуме завершаются скорее, если в нем выше уровень 
благополучия, образования, культуры и информированности. 
В качестве заключительных положений на наш взгляд целесообразно отметить следующее.  
Во–первых, процессы формирования и перспективы развития механизмов сферы безопасности тре-
бует глубокого и системного научного анализа. 
Во–вторых, учитывая то обстоятельство, что процессы информации общественных отношений в 
Беларуси являются типичными и во многих чертах схожими с аналогичными процессами, протекав-
ших ранее в странах Западной Европы. Это позволит использовать накопленный ими опыт в предот-
вращении и минимизации последствий сетевых войн. 
В–третьих, развитие сферы безопасности предполагает, что государственное регулирование этой 
сферы в перспективе интегрирует в общественное сознание ценности безопасности. В сферу безопас-
ности должны быть активно вовлечены как каждая отдельно взятая личность в ее гражданском пони-
мании, так и общественные, политические институты. Основные усилия при этом следует сосредото-
чить на развитии инструментов и механизмов предотвращения сетевых войн. 
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Являясь глобальной проблемой современности, коррупция сегодня в той или иной степени су-
ществует во всех странах мира. Не является исключением и Республика Беларусь. Будучи неотъ-
емлемым субъектом мирового сообщества, занимая важное геополитическое положение и являясь 
стратегическим партнером для многих стран ближнего и дальнего зарубежья, она объективно не 
могла не быть подвержена этому явлению. С момента обретения республикой независимости Пре-
зидентом, руководством страны коррупция рассматривается как прямая угроза национальной без-
опасности, реализации белорусской экономической модели развития государства, поддержанию 
стабильности и согласия в стране. Коррупция подрывает доверие народа к власти, дискредитирует 
рыночные механизмы конкуренции и борьбы с монополизмом в экономике, способствует лобби-
рованию законодательных и нормативных актов, потворствующих масштабным злоупотреблени-
ям и преступности. 
Поэтому бескомпромиссная и решительная борьба с коррупцией является центральным звеном 
внутренней политики нашего государства. 
В республике сформировалась определенная система организации борьбы с коррупцией, кото-
рая включает в себя: разработку и принятие антикоррупционной нормативной правовой базы и 
определение механизма ее выполнения; разграничение между государственными органами их 
функций, зон ответственности и организацию взаимодействия по противодействию коррупции; 
создание и обеспечение деятельности специальных подразделений по борьбе с коррупцией; обра-
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