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ABSTRAK 
Peranan teknologi informasi (TI) sangat penting bagi sebuah perusahaan 
untuk meningkatkan keunggulan kompetitif dan nilai tambah. Pencapaian tujuan 
dalam perusahaan perlu suatu ketepatan dalam penggunaan teknologi informasi 
khusus dalam pemeliharaan aset teknologi informasi yang harus dijaga atau 
dilindungi dari risiko. Penelitian ini ditujukan untuk manajemen risiko keamanan 
teknologi informasi menggunakan Standar ISO 27005:2018 pada sebuah 
perusahaan PT. Sunrise Steel yang berlokasi di Mojokerto.  
Pemilihan standar ini karena adanya berbagai jenis ancaman yang dialami 
perusahaan tersebut, sehingga mengganggu berjalannya kegiatan didalam 
perusahaan bahkan sampai merugikan secara finansial. Perlu manajemen risiko 
pada perusahaan untuk mengetahui penyebab kerugian sehingga dapat dilakukan 
tindakan pengamanan yang bersifat pencegahan atau mengontrol dari risiko 
tersebut. Hasil penelitian risiko ini berupa dokumentasi untuk dijadikan 
rekomendasi kontrol bagi perusahaan yang sesuai dengan kebutuhan perusahaan. 
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The role of information technology (IT) is very important for a company to 
increase competitive advantage and value added. Achieving goals in the company 
needs to be accurate in the use of information technology specifically in the 
maintenance of information technology assets that must be protected or protected 
from risk threats. This study is intended for information technology security risk 
management using the Standard ISO 27005: 2018 in a company PT. Sunrise Steel 
located in Mojokerto. 
The selection of this standard is due to the various types of threats 
experienced by the company, thus disrupting the running of activities within the 
company even to the detriment of financially. Need risk management in the 
company to find out the causes of losses so that preventive security measures can 
be carried out or control of these risks. The results of this risk research are in the 
form of documentation to be used as recommendations for control for companies 
that are in accordance with the needs of the company. 
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Berdasarkan hasil penelitian ini terdapat kesimpulan sebagai berikut: 
1. Hasil dari penelitian ini berupa dokumentasi untuk dijadikan rekomendasi 
kontrol bagi perusahaan guna perbaikan terhadap manajemen risiko 
keamanan aset TI berdasarkan Standar ISO 27005:2018. Manajemen risiko 
dilakukan guna mengetahui penyebab terjadinya kerugian dari risiko, 
sehingga dapat dilakukan tindakan pengamanan yang bersifat pencegahan 
atau mengontrol dari risiko tersebut. 
2. Hasil dari tingkatan aset TI di perusahaan PT. Sunrise Steel, kurangnya 
melakukan pengendalian dan keamanan dalam aset TI. Maka dari hasil 
penilaian risiko dan pemeringkatan diharapkan bisa membantu untuk 
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