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Abstract: Today both of local area network, and wide area network are the technology which grows rapidly. Along 
with this, multimedia services start to be implemented in this network, one of them is the VOIP service. In the real 
world application, the VOIP service will share the network resources with the other data services. In order to reach 
that, we need a quality of service (QoS) mechanism in the WLAN network, so the VOIP service could run in a good 
quality with the other data services. In this case, a study about qos management was done and then the 
implementation in the WLAN network was also been done with the priority queuing technique which support VOIP 
service. The subject which is discussed in this study is how to do the packet queueing, custom queueing, and 
weighted fair queueing qos management in order to keep the quality of the VOIP
 
. 





Pertumbuhan pengguna internet yang 
cukup pesat saat ini menunjukan bahwa betapa 
mudahnya pengguna mengakses sistem internet. 
Pengguna memiliki begitu banyak pilihan untuk 
masuk ke sistem internet dengan biaya relatif 
murah. Selain itu perkembangan teknologi 
informasi begitu menarik dan mudah untuk diikuti. 
Hal ini pun didukung oleh perkembangan teknologi  
komunikasi bergerak. Dimana fasilitas dan layanan 
aplikasi yang dibuat dalam format data yang sangat 
beragam mulai dari format data teks biasa, seperti 
dokumen dan spreadsheet, sampai data 
multimedia, termasuk komunikasi Voice Over 
Internet Protocol (VOIP). Semua transaksi data ini 
terintegrasi ke dalam jaringan internet.  
 
Penggunaan VOIP saat ini penetrasinya 
semakin tinggi, hal ini didukung dengan aplikasi 
VOIP yang semakin mudah, baik dalam instalasi, 
konfigurasi, dan pemakaiannya. Akan tetapi 
karakteristik format data VOIP dalam sebuah 
jaringan yang notabene juga melayani paket data 
lainnya akan sangat mempengaruhi kualitas suara 
yang diantar. Konsekuensinya adalah pada lapisan 
backbone sistem jaringan komputer internet service 
provider harus dapat mengakomodasi berbagai 
jenis protokol.  
Agar pelayanan lalu lintas data dari 
pengguna tidak terganggu maka operator jaringan 
dan internet provider harus mampu menemukan 
solusi akibat bertambahnya kepadatan permintaan 
pada lapisan backbone yang terus menerus, yaitu 
dengan cara menggunakan manajemen Quality of 
Service (QoS) yang terjamin. 
 
 




mengacu pada kemampuan jaringan 
untuk memberikan layanan yang lebih baik untuk 
lalu lintas jaringan yang dipilih dari berbagai 
protokol dan teknologi yang beroperasi. Tujuan 
akhir dari QoS adalah memberikan pelayanan 
jaringan yang lebih baik dan terencana dengan 
dedicated bandwith, jitter dan latency yang 
terkendali dan meningkatkan loss characteristic 
pada sistem jaringan komputer. 
Melalui QoS, seorang administrator 
jaringan dapat memberikan prioritas traffic 
tertentu. Suatu jaringan, mungkin saja terdiri dari 
satu atau beberapa teknologi data link layer yang 
mampu diimplementasikan QoS, misalnya; 
Frame Relay, Ethernet, Token Ring, Point-to-
Point Protocol (PPP), HDLC, X.25, ATM, 
SONET.  
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Ada beberapa alasan mengapa perlu 
implementasikan QoS, yaitu:  
 
1. Untuk memberikan prioritas kepada aplikasi-
aplikasi yang kritis pada jaringan.  
2. Untuk memaksimalkan penggunaan investasi 
jaringan yang sudah ada.  
3. Untuk meningkatkan performansi aplikasi-
aplikasi yang sensitif terhadap delay, seperti 
Voice dan video.  
4. Untuk merespon terhadap adanya perubahan-
perubahan pada aliran traffic di jaringan.  
 
2.1 Arsitektur Dasar QoS 
 
Terdapat tiga buah arsitektur dasar untuk 
implementasi QoS: 
 
1. QoS identifikasi dan teknik marking untuk 
koordinasi QoS dari ujung ke ujung antara 
elemen jaringan 
2. QoS dalam elemen jaringan tunggal (misalnya, 
antrian, penjadwalan, dan lalu lintas-
membentuk alat) 
3. kebijakan QoS, manajemen, dan fungsi 
akuntansi untuk mengontrol dan mengelola 




Gambar 1: Arsitektur Quality of Service 
 
2.2 Manajemen QoS 
 
Manajemen QoS membantu untuk 
menetapkan dan mengevaluasi kebijakan QoS dan 
tujuannya. Sebuah metodologi umum mencakup 
langkah-langkah berikut: 
 
1. Baseline. Jaringan dengan perangkat seperti 
probe RMON. Hal ini membantu dalam 
menentukan karakteristik arus lalu lintas 
jaringan. Juga aplikasi yang ditargetkan untuk 
QoS harus baselined (biasanya dalam hal 
waktu respon). 
2. Deploy. Teknik QoS ketika karakteristik arus 
lalu lintas telah diperoleh dan aplikasi telah 
ditargetkan untuk meningkatkan QoS. 
3. Mengevaluasi hasil dengan menguji respon 
aplikasi yang ditargetkan untuk melihat apakah 
QoS tujuan telah tercapai. 
 
2.3 End-to-End QoS Levels 
 
Tingkat layanan 
1. Best-effort Service 
mengacu pada 
kemampuan aktual end-to-end QoS, yang berarti 
kemampuan jaringan untuk memberikan layanan 
yang dibutuhkan oleh lalu lintas jaringan tertentu 
dari ujung ke ujung atau tepi ke tepi.  
 
Ada tiga tingkat dasar dari QoS end-to-end 
dapat disediakan di seluruh jaringan heterogen, 
seperti yang ditunjukkan pada Gambar 2: 
 
Juga dikenal sebagai lack of QoS, usaha 
pelayanan terbaik konektivitas dasar tanpa 
jaminan. Hal ini karakteristik terbaik dengan 
antrian queing First In First Out (FIFO), yang 
tidak memiliki perbedaan diantara arus data. 
Untuk membuat QoS model Best-Effort ini, 
biasanya antar muka router atau perangkat 
jaringan berkemampuan QoS dikonfigurasi 
dengan menggunakan metode FIFO 
sehingga terciptalah model Best-Effort yang 
sangat adil dalam hal perlakuannya di 
perangkat QoS. 
2. Differentiated Service (disebut QoS lunak) 
Beberapa lalu lintas diperlakukan lebih baik 
dibanding yang lain (lebih cepat penanganan, 
bandwidth rata-rata lebih banyak, dan kerugian 
rata-rata yang lebih rendah). Ini adalah statistik 
preferensi, disediakan oleh klasifikasi lalu 
lintas dan penggunaan alat-alat QoS seperti 
Packet Queueing (PQ), Custom Queueing 
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(CQ), dan Weighted Fair Queueing (WFQ). 
Pada kebanyakan perangkat jaringan yang 
mampu menjalankan QoS model ini, 
dilengkapi sebuah sistem sinyal yang 
bertugas untuk mengirimkan profile dan 
request mereka ke perangkat QoS. Sistem 
sinyal tersebut sering disebut dengan istilah 
Resource Reservation Protocol (RSVP). 
Protokol ini menggunakan info dari routing 
protocol untuk menentukan jalur terbaik 
menuju ke suatu lokasi. Meskipun RSVP 
sangat cocok untuk QoS sistem ini juga 
membebani kerja CPU dan kapasitas 
memori router. Dengan demikian 
penggunaannya tidak terlalu meluas. 
3. Guaranteed Service  
D
 
isebut QoS keras. Ini adalah mutlak reservasi 
sumber daya jaringan untuk lalu lintas tertentu. 
Hal ini diberikan melalui alat QoS. Maksud 
dari servis ini adalah pihak penyedia jasa akan 
menjamin bandwidth dan kualitas yang akan 
digunakan oleh pengguna atau sebuah aplikasi. 
Alokasi bandwidth sengaja dicadangkan oleh 
perangkat QoS untuk pengguna tersebut. 
Dengan demikian pengguna tidak akan berbagi 
bandwidth dengan pengguna lain. Layanan 
jenis ini sangat cocok untuk memberikan 
kualitas yang baik pada aplikasi-aplikasi real-















Gambar 2: Tiga Level Layanan End-To-End QoS 
 
Untuk jenis layanan yang sesuai dalam 
sebuah jaringan tergantung pada beberapa faktor: 
1. Aplikasi atau masalah yang sedang coba 
dipecahkan oleh pelanggan. Masing-masing 
dari tiga jenis layanan yang sesuai untuk 
aplikasi tertentu. Ini tidak berarti bahwa 
pelanggan harus bermigrasi dan kemudian 
dijamin layanannya. Hal ini tergantung pada 
persyaratan aplikasi pelanggan. 
2. Tingkat dimana pelanggan secara realistis 
dapat upgrade infrastruktur mereka. Ada jalur 
dimana teknologi yang digunakan 
upgradeable. 
3. Biaya investasi akan lebih besar akibat layanan 
bergaransi. 
  
2.4 QoS Identifikasi Klasifikasi Arus Data 
 
2.4.1 Kebijakan QoS Dengan Policy-Based 
Routing (PBR) 
 
Memberikan prioritas untuk arus tertentu, 
arus yang pertama harus diidentifikasi dan ditandai. 
Kedua tugas yang biasanya disebut hanya 
diklasifikasi. Secara historis, identifikasi dilakukan 
dengan menggunakan daftar kontrol akses (Access 
Control Lists/ACL). ACL mengidentifikasikan 
kemacetan lalu lintas untuk alat-manajemen seperti 
PQ dan CQ. Karena PQ dan CQ ditempatkan pada 
router secara hop-by-hop (yaitu; prioritas 
pengaturan untuk QoS berhubungan hanya ke 
router tersebut dan tidak diteruskan ke router hop 
berikutnya dalam jaringan), identifikasi paket 
hanya digunakan dalam router tunggal.  
 
2.4.2 Commited Access Rate (CAR) IP 
Precedence 
 
Dalam beberapa cara serupa dengan PBR, 
fitur CAR memungkinkan untuk 
mengklasifikasikan lalu lintas pada sebuah 
antarmuka yang masuk. Hal ini juga 
memungkinkan spesifikasi kebijakan untuk 
penanganan lalu lintas yang melebihi alokasi 
bandwidth tertentu. CAR melihat lalu lintas yang 
diterima di antarmuka, atau subset dari lalu lintas 
yang dipilih dengan kriteria daftar akses, 
membandingkan laju dengan sebuah tempat token 
(1 token = 1 byte) , dan kemudian mengambil 
tindakan berdasarkan hasil (misalnya, menjatuhkan 
atau menulis ulang IP yang didahulukan). 
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2.5 QoS Dalam Elemen Jaringan Tunggal 
 
2.5.1 Manajemen Kongesti 
 
Karena sifat data suara/video/lalu lintas 
data lainnya, kadang-kadang jumlahnya melebihi 
kecepatan link. Pada titik ini, manajemen kongesti 
dapat menggunakan beberapa metode; FIFO, PQ, 
CQ, WFQ, dan Classed-Based Weighted Fair 
Queueing (CBWFQ). 
 
2.5.2 Manajemen Antrian 
 
Karena antrian bukan untuk ukuran data 
yang tak terbatas, mereka dapat mengisi dan 
melimpahkan antrian. Ketika antrian penuh, paket-
paket tambahan yang tidak bisa masuk ke antrian 
dan akan dijatuhkan. Masalahnya dengan 
menjatuhkan paket maka router tidak dapat 
mencegah paket ini bahkan jika paket dengan 
prioritas tinggi sekalipun. Jadi, dua hal untuk 
melakukan mekanisme yang diperlukan: 
 
1. Mencoba untuk memastikan bahwa antrian 
tidak mengisi, sehingga ada ruang untukpaket 
prioritas tinggi. 
2. Biarkan semacam kriteria untuk menjatuhkan 
paket prioritas yang lebih rendah sebelum 




PQ Prioritizing Traffic  
PQ memastikan bahwa lalu lintas penting 
mendapatkan penanganan tercepat pada setiap titik 
di mana ia digunakan. Hal 
2.5.4 
ini dirancang untuk 
memberikan prioritas yang ketat untuk lalu lintas 
penting. Prioritas antrian fleksibel dapat 
memprioritaskan menurut protokol jaringan 
(misalnya IP, IPX, atau AppleTalk), antarmuka 
masuk, ukuran paket, sumber/alamat tujuan, dan 
sebagainya. Dalam PQ, setiap paket ditempatkan di 
salah satu dari empat antrian-tinggi, sedang, 
normal, atau rendah berdasarkan prioritas yang 
ditugaskan. Paket yang tidak diklasifikasikan oleh 
mekanisme ini daftar prioritas jatuh ke dalam 
antrian normal. Selama transmisi, algoritma 
memberikan prioritas antrian yang lebih tinggi 
perlakuan istimewa mutlak atas-prioritas antrian 
rendah. 
 
















Didisain untuk mengizinkan berbagai 
aplikasi atau organisasi untuk berbagi jaringan di 
antara aplikasi dengan bandwidth minimum 
tertentu atau persyaratan latency. Dalam 
lingkungan, bandwidth harus dibagi secara 
proporsional antara aplikasi dan pengguna. CQ 
menangani lalu lintas dengan menetapkan suatu 
jumlah tertentu ruang antrian untuk setiap kelas 
dari paket dan kemudian melayani antrian dalam 

















Gambar 4: WFQ Dengan Volume Percakapan 
Aktif Yang Tinggi, Prediksi Transfer Rate Dan 
Interval Periode Yang Banyak 
Gambar 3: CQ Menangani Traffic Dengan 
Menempatkan Jumlah Ruangan Tertentu 
Dalam Antrian 
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2.5.5 
 
WFQ Creating Fairness Among Flows 
Untuk situasi yang diinginkan untuk 
memberikan waktu respon yang konsisten kepada 
pengguna jaringan berat dan ringan sama tanpa 
menambah bandwidth berlebihan, solusinya adalah 
aliran berbasis WFQ. Ini merupakan algoritma 
antrian berbasis aliran yang menciptakan 
keseimbangan bit dengan mengizinkan setiap 
antrian cukup dilayani dalam hitungan byte pada 
buffer. Misalnya, jika memiliki paket antrian 1 
100-byte dan antrian 2 memiliki paket 50 byte, 
algoritma WFQ akan mengambil dua paket dari 2 
antrian untuk setiap paket satu dari 1 antrian. Hal 
ini membuat layanan yang adil untuk setiap 
antrian: 100 byte setiap kali antrian dilayani. 
 
2.6 Link Efisiensi 
 
Banyak sekali link kecepatan rendah 
sekarang menjadi masalah bagi paket-paket yang 
lebih kecil. Sebagai contoh, delay serialisasi dari 
paket 1500 byte pada link 56 kbps adalah 214 
milidetik. (delay serialisasi adalah waktu yang 
diperlukan untuk membuat paket pada link) 
hitungannya: [ukuran paket: 1500 byte = 8 bit / 
byte = 12000 bit, rate line 56000 bps. Hasil: 
12000bits/56000 bps= 0,214 msec] 
 
2.7 Traffic Shaping 
 
Digunakan untuk membuat arus lalu lintas 
yang membatasi potensi bandwidth dipenuh aliran 
data. Ini digunakan berkali-kali untuk mencegah 
masalah overflow. Misalnya, topologi jaringan 
menggunakan Frame Relay dengan desain 
komunikasi hub. Dalam hal ini, core layer 
memiliki link-bandwidth tinggi (katakanlah, T1), 
sedangkan acess layer memiliki link bandwidth 
rendah dibandingkan pusat (katakanlah, 384 Kbps). 
Sehingga untuk menghindari meluapnya link 






Salah satu metode implementasi QoS pada 
jaringan adalah dengan pengendalian dan mengatur 
kepadatan jaringan caranya dengan melakukan 
bandwidth management. Dalam kajian ini 
menggunakan metode 
 
WFQ Creating Fairness 
Among Flows yang dikonfigurasi ke perangkat 
Router 3640, Router 3620, dan Router 3620. 
Sebagai ilustrasi WAN dibagi menjadi tiga lokasi, 
yaitu lokasi A, Lokasi B, dan lokasi C, dengan 
menggunakan fasilitas VOIP. 
3.1 QoS Untuk Paket Suara 
 
Untuk memberikan kualitas suara yang 
dibutuhkan, kemampuan QoS harus ditambahkan 
pada jaringan data biasa (non-suara). Perangkat 
lunak IOS QoS memberikan fitur layanan lalu 
lintas VOIP yang dibutuhkan, sekaligus 
menyediakan lalu lintas data lainnya dengan 
layanan yang dibutuhkan juga. 
 
Gambar 5 menunjukkan sebuah area WAN 
yang telah didesain untuk mengurangi beberapa 
beban suara dengan menggabungkan lalu lintas 
suara ke jaringan yang ada IP-nya. Lalu lintas suara 
dari setiap segmentasi node digital pada modul 
VOIP di perangkat router 3600 series, lalu lintas 
ini kemudian disalurkan melalui Gatekeeper 
H.323, dimana QoS yang spesifik juga dapat 


















Gambar 5: Solusi QoS VOIP Pada Lapisan Inti 
 
Dalam kajian jaringan ini, konfigurasi IP 
VOIP didahulukan sebagai prioritas tinggi dalam 
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lalu lintas paket data dan WFQ juga diaktifkan 
pada semua interface router. WFQ otomatis 
mempercepat dan mendahulukan permintaan lalu 
lintas VOIP dari setiap antarmuka, mengurangi 
delay dan jitter untuk lalu lintas ini. Karena 
jaringan IP pada awalnya menangani lalu lintas 
antar lokasi (A, B dan C), banyak datagrams yang 
melintasi jaringan adalah paket besar (rate 1500 
byte). Pada koneksi rendah (di bawah kecepatan 
T1/E1), paket suara mungkin terpaksa menunggu 
di belakang salah satu paket besar. Penambahkan 
penundaan bisa puluhan atau bahkan ratusan 
milidetik. Karena telah dikonfigurasi WFQ, secara 
otomatis Link Fragmentation and Interleaving 
(LFI) memecah sebuah datagrams yang besar ke 
dalam beberapa segmentasi dan keterlambatan 






Dalam kajian ini dapat disimpulkan, bahwa: 
 
1. QoS menyediakan layanan yang dapat 
dibedakan, memberikan prioritas lebih tinggi 
(VOIP) untuk arus data kritis, atau memberikan 
garansi pada tingkat pelayanan yang terjamin. 
2. Menggunakan alat klasifikasi (PBR dan CAR), 
sebagai identifikasi arus opsional dan ditandai 
untuk digunakan oleh perangkat QoS lainnya 
di seluruh jaringan. 
3. Manajemen congestion (PQ, CQ, WFQ) 
mengelola dan menangani pengiriman paket 
secara otomatis bila ada bandwidth lebih dari 
link. 
4. Manajemen congestion  digunakan untuk 
menghindari kemacetan dalam antrian 
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