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Internet sudah menjadi komoditas utama dalam hal komunikasipada era ini. 
Dengan seiring perkembangan zaman, serangan yang terjadi di internetpun semakin 
berkembang. Untuk mencegah sebuah serangan terjadi sudah banyak sistem atau 
program yang dikembangkan untuk menghalau suatu serangan, salah satu diantaranya 
yaitu honeypot. Honeypot merupakan aplikasi yang dikembangkan guna mampu 
menahan, mendeteksi, serta mencatat serangan yang masuk kedalam suatu jaringan 
server. Dengan menggunakan informasi yang didapat oleh honeypot akan lebih 
memudahkan dalam hal mencegah kerusakan yang teerjadi apabali suatu serangan 
terjadi di suatu saat mendatang. Dengan segala fitur yang terdapat pada honeypot 
tersebut, masih belum banyak pengguna ataupun peminat dari kalangan komunitas 
keamanan jaringan dikarenakan honeypot termasuk kedalam kategori yang cukup 
rumit dalam hal pengelolaan serta pemeliharaannya. Modern Honey Network atau 
yang biasa dikenal MHN merupakan sebuah sistem manajemen yang mampu 
menjalankan banyak sensor honeypot dalam waktu yang bersamaan secara singkat. 
MHN menggunakan sensor – sensor honeypot untuk mengumpulkan data yang 
berhubungan dengan serangan ke dalam jaringan. MHN menyimpan data – data 
serangan dari sensor – sensor yang ada dalam bentuk file log.MHN bertujuan untuk 
mengatasi permasalahan dari rumitnya pemeliharaan serta pengelolaan dari honeypot. 
Akan tetapi kekurangan dari MHN ini yaitu tidak adanya fitur visualisasi dari data – 
data serangan yang sudah tersimpan tadi, hal ini tentunya akan mempersulit kinerja 
dari seorang administrator jaringon Ketika akan melakukan Analisa terhadap suatu 
serangan yang masuk kedalam server jaringan mereka. Oleh karena itu dibutuhkan 
sebuah program yang dapat memvisualisasikan data log yang ada pada MHN. Untuk 
melakukan visualisasi tersebut pada penelitian ini digunakan sebuah program yang 
bernama Grafana guna memvisualisasikan seluruh data informasi yang berada dalam 
log data pada MHN. Dengan menghubungkan Grafana dengan MHN diharapkan 
seorang Administrator jaringan akan lebih mudah dan cepat dalam melakukan Analisa 











The internet has become a major commodity in terms of communication in this 
era. Along with the times, cyber attacks that occur on the internet are growing. To 
prevent an attack from happening, many systems or programs have been developed to 
ward off an attack, one of it is honeypot. Honeypot is an application developed to be 
able to withstand, detect, and record attacks that enter network server. By using the 
information obtained by the honeypot, it will be easier to prevent damage that occurs 
when an attack occurs in the future. With all the features contained in the honeypot, 
there are still not many users or enthusiasts from the network security community 
because honeypot are include in category that is quite complicated in terms of 
management and maintenances. Modern Hone Network or commonly known as MHN 
is a management system that is able to run multiple honeypot sensors at the same time 
in a short time. MHN uses honeypot sensors to collect data related to attack that happen 
in the network. MHN stores attack data from existing sensors in the form of log files. 
MHN aims to overcome problems from the complexity of maintenance and 
managements of the honeypot. However, the disadvantages of this MHN is that there 
is no visualization feature of the attack data that has been stored earlier, this will 
certainly complicate the performance of a network administrator when analyzing an 
attack that enters their server. Therefore we need a program that can visualize the 
existing log data on MHN. To perform the visualization in this case, a program called 
Grafana was used to visualize all the information data contained in the data log on 
MHN. By connecting Grafana with MHN, it is hoped that a network administrator will 
find it easier and faster to analyze attacks that occur on their network servers and can 
overcome them quickly. 
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