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第 3 章では，提案する DTRAB のアーキテクチャについて述べられている. DTRAB は攻撃を検出するための
























トコルでさえ， しばしば攻撃の対象とされてきた.従来の Misuse-based and 
Anomaly-based Intrusion Detection Systems (lDSs)は，ペイロードの中身の観測と解析
に頼り過ぎるため，暗号化プロトコルを対象とした攻撃には効果がない.これに対し，本
論文は暗号化プロトコルに対する攻撃に対抗するためのフレームワークである DTRAB








第 3 章では，提案する DTRAB のアーキテクチャについて述べている. DTRAB は攻撃
を検出するためのコンポーネントと攻撃を追跡するためのコンポーネントから構成される.














第 6 章では， MS を利用した DTRAB 技術の応用について述べられている. MS による
異常度の報告は，システムのセキュリティサービス品質の改善を促すために活用できると
論じている.
第 7 章は結論である.
本論文は，新たなセキュリティ脅威から暗号化プロトコルを守るとともに，その脅威を
取り除くために攻撃者の特定を行うことを可能にするフレームワークを与えるものであり，
応用情報科学並びに情報通信技術の発展に寄与するところが少なくない.
よって，本論文は博士(情報科学)の学位論文として合格と認める.
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