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Di dalam dunia internet sudah pasti kita tidak biasa lepas dari website 
sebagai media untuk menyampaikan segala informasi baik dari segi 
pendidikan(E-Learning),pemerintahan(E-Government) dan perdagangan(E-
Commerce) oleh karena itu Google hadir  sebagai mesin pencari paling 
populer di seluruh dunia, memberikan peselancar web dengan mudah untuk 
memandu-gunakan Internet untuk mencari dan menyerap segala informasi, 
dengan pencarian web dan gambar, terjemahan bahasa, dan berbagai fitur 
yang membuat web navigasi cukup sederhana bahkan untuk pengguna pemula 
untuk menyerap segala informasi yang ada,namun sebagian besar Web Admin 
tidak menyadari jumlah informasi yang sangat sensitif seperti password, 
nomor kartu kredit, nomor jaminan sosial,informasi Database dan lain-lain 
sangat mudah untuk di akses dan di salah gunakan dengan alat pencarian 
Google yang di sebut dengan istilah Google Hacking. 
Seorang Web Admin wajib melakukan pengujian penetrasi terhadap 
Webnya secara berkala agar seorang Web Admin dapat mengefaluasi 
keamanan dan melindungi data-data sensitive Websitenya dari penetrasi 
Hacker(peretas) yang memanfaatkan keakuratan alat pencarian Google(google 
web search). Dengan demikian perlu di buat aplikasi penetration testing 
berupa”Implementasi Google Hack for Penetration Testing Sebagai Add-ons 
Mozila Firefox”. Dengan adanya aplikasi ini diharapkan dapat membantu Web 
Admin untuk menguji penetrasi terhadap Websitenya. 
Add-ons Penetration Testing berbasis Online ini merupakan sarana 
untuk menguji penetrasi Web dengan metode yang sama dengan google hack 
Untuk itu Add-ons ini sebaiknya mempunyai kemudahan untuk menguji 
penetrasi dan user friendly karena berjalan di Web browsers yang cukup 
populer Mozila Firefox. 
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1.1 Latar Belakang 
Perkembangan ilmu pengetahuan dan teknologi yang semakin komplek 
mampu mempengaruhi pola pikir manusia. Kemajuan ini telah mendorong 
manusia untuk berusaha menyerap pengetahuan sebanayak mungkin dan secapat 
mungkin .Saat ini telah banyak fasilitas hasil produk dari pemanfaatan teknologi 
untuk mencari  informasi dengan cepat .  
Salah satu teknologi informasi yang digunakan oleh banyak orang adalah 
internet, yang digunakan untuk berkomunikasi dan mendapat informasi dari orang 
lain melalui website Search engine. 
Search engine adalah istilah atau penyebutan bagi website yang berfungsi 
sebagai mesin pencari, mesin pencari ini akan menampilkan informasi 
berdasarkan permintaan dari user pencari konten, konten yang ditampilkan adalah 
konten yang memang sudah terindex dan tersimpan di database server search 
engine-nya itu sendiri. 
Salah satu website search engine yang paling cepat dan paling populer 
dalam mencari informasi adalah Google.com,saking akurat dan cepatnya dalam 
mencari informasi Google.com sebagai Search engine bagai pisau bermata dua 
dengan memanfaatkan kemampuan google untuk mencari suatu informasi mulai 
dari informasi yang biasa sampai informasi yang sangat penting yang terdapat 
dalam database mesin pencari. Bahkan tak jarang informasi seperti password, 
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nomor kartu kredit, kelemahan web dan informasi yang seharusnya menjadi 
rahasia sang pemilik dapat diketahui melalui search engine semacam google ini. 
 Pada Tugas Akhir ini membuat aplikasi add-ons mozila firefox sebagai 
google hack for penetration tester  maka yang akan dilakukan dalam penelitian ini 
untuk menguji keamanan dari  website dan yang terakhir adalah membuat 
dokumentasi.   
 
1.1 Perumusan Masalah 
Dari latar belakang di atas, maka dapat di ambil permasalahan yaitu :  
1. Bagaimana merancang aplikasi add-ons untuk mozila firefox ? 
2. Bagaimana cara menguji web dengan google hack for penetrations tester ? 
 
1.2 Batasan Masalah 
Untuk lebih memfokuskan pada permasalahan, maka sistem yang akan 
dibuat nantinya akan dibatasi pada :  
1. Add ons hanya untuk mozila firefox. 
2. mozila firefox yang di gunakan hanya untuk versi 4 atau lebih 
3. Pengujian penetrasi terhadap web hanya dengan google search engine 
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1.3 Tujuan dan Manfaat 
Tujuan  penulisan skripsi ini adalah menerapkan google hack for 
pentrations testing  di mozila firefox sebagai add-ons.  
Manfaatnya adalah bisa membantu admin web menguji coba penetrasi 
webnya secara legal agar tidak terjadi  kebocoran data  yang sangat rahasia pada 
sebuah web. 
 
1.4 Metodologi Penelitian 
 Langkah-langkah yang ditempuh untuk keperluan pembuatan tugas akhir 
ini antara lain: 
1. Studi Literatur 
 Mengumpulkan referensi baik dari buku, internet, maupun sumber-sumber 
yang lainnya yang terkait dengan judul penelitian ini.  
2. Pengumpulan dan Analisa Data 
 Pengumpulan data dilakukan dengan cara: observasi, identifikasi dan 
klasifikasi melalui studi literatur. Dari pengumpulan data tersebut, 
dilakukan analisa data yaitu menganalisa cara kerja google hack  
3. Rancang – Bangun Sistem 
Pada tahap ini dilakukan pembangunan aplikasi dengan melakukan 
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nantinya dapat tercipta add-ons pada Mozila Firefox yang berfungsi 
sebagai penetration tester. 
4. Uji Coba dan Evaluasi Sistem 
Pada tahap ini dilakukan uji coba terhadap aplikasi  yang telah dibangun, 
apakah sudah sesuai dengan yang diharapkan. 
5. Dokumentasi  
Pada tahap ini dilakukan pembuatan laporan mulai dari studi literatur 
sampai dengan implementasi, serta penarikan kesimpulan dan saran. 
 
1.5  Sistematika Penulisan  
 Penulisan serta pembahasan tugas akhir ini dibagi menjadi tujuh bab 
dengan sistematika sebagai berikut : 
BAB I  : PENDAHULUAN 
Bab ini berisi tentang  latar belakang, rumusan masalah, 
batasan masalah, tujuan dan manfaat, metode penelitian dan 
sistematika penulisan. 
 
BAB II  : TINJAUAN PUSTAKA 
Pada bab ini membahas tentang teori-teori dasar yang 
mendukung penelitian ini. 
BAB III  : ANALISIS DAN PERANCANGAN SISTEM 
Pada bab ini membahas mengenai analisis kebutuhan yang 
diperlukan untuk mengatasi permasalahan tersebut. 
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BAB IV  : IMPLEMENTASI 
Pada bab ini berisi tentang hasil dari perancangan aplikasi 
yang telah dibuat, yang meliputi konfigurasi dasar dan apa 
saja yang dibutuhkan untuk menjalankan aplikasi ini. 
BAB V  : UJI COBA DAN EVALUASI  
Pada bab ini berisi penjelasan tentang hasil uji coba aplikasi 
dan evaluasinya. 
BAB VI  : KESIMPULAN 
Dalam bab bagian akhir skripsi dibuat kesimpulan dan 
saran dari hasil pembuatan aplikasi yang diperoleh sesuai 
dengan dasar teori yang mendukung dalam pembuatan 
aplikasi tersebut yang telah dikerjakan secara keseluruhan 
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