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Abstrakt  
Cílem bakalářské práce je provést bezpečnostní analýzu podniku, zhodnotit současný 
stav, vytvořit nejvhodnější návrh řešení, provést rozpočet a seznámit investora 
s výsledkem, po schválení návrhu investorem bude provedena praktická realizace  
a ověření funkceschopnosti všech bezpečnostních systémů.  
Abstract  
The aim of my bachelor thesis is to accomplish safety analysis of an enterprise, evaluate 
current state, submit the most applicable proposal of a solution, make a budget and 
familiarize investor with the results. After the investor's approval, practical 
implementation and proof of practicality of security systems will be executed. 
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Vzhledem k technickému vývoji nejsou sofistikované bezpečnostní systémy 
výsadou pouze velkých nadnárodních společností, ale jsou čím dál více dostupné širší 
veřejnosti a podnikům, které si cení svých výrobních technologií, výrobků  
a podnikových listin před zneužitím. Na trhu se nachází řada léty prověřených výrobců 
bezpečnostních systémů se širokým sortimentem detektorů pohybu, požáru, plynu, 
záplavy nebo monitorování a ovládání stavů návazných zařízení. 
Nutno zdůraznit neustálý nárůst kriminality, díky kterému se stále více setkáváme 
s nutností instalovat elektronické bezpečnostní systémy do mnoha novostaveb, 
historických objektů, administrativních budov se stovkami poboček nebo menších 
výrobních prostorů. Kvalitní a do detailu promyšlený bezpečností systém dokáže  
v podniku ochránit cenné informace, které zpravidla mohou rozhodnout o jejím dalším 
vývoji. 
Cílem této práce bude právě návrh a praktická realizace bezpečnostního systému 
v malém výrobním podniku. Systém se bude skládat z ochrany vůči krádeži  
a protipožární ochrany. Dále budou systémy monitorovat stav elektrické sítě nutné pro 
chod výrobních strojů, kamerového systému a IT infrastruktury. V případě výpadku 
dodávky energie zasílají reporty správci, který musí závadu co nejrychleji odstranit. 
Výstupem této práce bude fungující zařízení předané uživateli, přílohou budou 
zjednodušené projektové dokumentace a celkový rozpočet za dodávku a montáž zařízení. 
 
Společnost ve které jsou systémy instalovány je skutečná, ale veškeré informace 




VYMEZENÍ PROBLÉMU A CÍLE PRÁCE 
Cílem této bakalářské práce je navrhnout a prakticky nainstalovat elektronické 
bezpečnostní systémy v malém výrobním podniku, zhodnotit současný stav, provést 
nejvhodnější návrh řešení a na základně návrhu vytvořit rozpočet a seznámit investora 
s výsledkem. Po schválení návrhu a rozpočtu investorem provést praktickou realizaci  
a ověření funkceschopnosti instalovaných bezpečnostních systémů.  
METODIKA PRÁCE 
Teoretická část 
V teoretické části budou probrány bezpečnostní technologie použité v praktické 
části bakalářské práce. Zaměří se zejména na elektrickou zabezpečovací signalizaci 
(EZS) a elektronickou požární signalizaci (EPS), budou zde probrány ústředny, pohybové 
detektory, magnetické (dveřní a okenní) kontakty, detektory tříštění skla, požární 
detektory, tlačítkové hlásiče požáru a v neposlední řadě kabeláž. 
 
Praktická část 
V této části bude popsána samotná realizace bezpečnostních technologií v malém 
podniku. Na základě analýzy současného stavu a vytvořeného návrhu zajištění dodávky 
zařízení, provedení montáže, instalace, naprogramování ústředen a detektorů. Součástí 
práce bude ověření funkceschopnosti celého zařízení a projekt s rozmístěním všech 




1 TEORETICKÁ VÝCHODISKA ŘEŠENÍ 
V této kapitole se zaměřím na teoretické pozadí a východiska aplikované 
v praktické části bakalářské práce. Probrány budou možnosti zabezpečení, legislativa, 
popis jednotlivých bezpečnostních prvků a jejich návaznosti. 
V úvodu této práce byl zmíněn nárůst kriminality, který potvrzuje následující 
tabulka. Jsou zde uvedena data získaná ze statistických přehledů Policie ČR za období 
2009 až 2013, konkrétně z kategorie „krádeže vloupáním“. Z tabulky je patrné,  
že průměrný počet ohlášených vloupání je přes 58 000 za rok a z toho je objasněno 
necelých 12 000.  
Tabulka 1: Kriminalita vloupáním v ČR v letech 2009 až 2013 [1] 
  Vloupání Osoby v tis. Kč 
Rok Ohlášeno Objasněno Stíháno Škody Zajištěno 
2009 54 848 10 754 8 450 2 262 115 11 594 
2010 58 758 11 765 9 114 2 331 750 33 297 
2011 59 672 12 092 10 061 2 432 184 9 206 
2012 55 554 11 122 9 616 1 992 898 10 961 
2013 62 384 13 407 10 197 2 280 919 11 962 
 
  
Graf 1: Porovnání počtu vloupání a objasněných případů [1] 
Výše uvedený graf poukazuje na postupný růst vloupání do objektů od roku 2009 
do roku 2013. Růst se nezdá nijak dramatický, ale důležitější je následují graf, který 
porovnává škody způsobené vloupáním se zpět zajištěným majetkem v tis. Kč. Z grafu je 
patrné, že existuje jen velmi malá pravděpodobnost navrácení odcizeného majetku zpět 
majiteli. Průměrná škoda za jeden rok je 2,25 mld. Kč a navrácená hodnota se pohybuje 
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Graf 2: Porovnání vzniklých škod se zpětně zajištěným majetkem [1] 
Je vhodné nepodceňovat investici do bezpečnostních zařízení. První základní 
ochranou je mechanicky zajistit plášť objektu, například bezpečnostními dveřmi, zámky 
nebo okny s bezpečnostním kováním. 
Druhým vyšším typem ochrany je elektronický zabezpečovací systém, který 
inteligentně hlídá stav objektu a v případě nepřítomnosti majitele jej dokáže upozornit na 
případnou hrozbu, například přenosem informace na mobilní telefon nebo přímo  
na pult centrální ochrany (PCO). 
1.1 Elektrické zabezpečovací systémy 
Systémy elektronické zabezpečovací signalizace (EZS) jsou určeny pro střežení 
všech typů objektů proti vnějšímu napadení. Typ systému je vždy navrhován podle rizika 
napadení daného objektu a požadavků uživatele [2].  
Je to soubor detekčních čidel, ústředen, prostředků poplachové signalizace, 
přenosových zařízení, zápisových a ovládacích zařízení, jejichž prostřednictvím  
je opticky a akusticky signalizováno narušení střeženého prostoru či objektu [3]. 
Po technické stránce se systémy EZS dělí do dvou obecných kategorií: 
Systémy pro vnitřní zabezpečení: využívají se ke střežení vybraných prostor 
příslušného objektu (např. rodinné domy, administrativní budovy, technické provozy). 
Pro zajištění maximální bezpečnosti vybraných objektů jsou systémy EZS navrhovány 
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První stupeň tvoří magnetické kontakty, které jsou instalovány na vstupní dveře a okna 
objektu. Tyto prvky reagují pouze na otevření zajištěné části (např. násilné otevření dveří, 
oken apod.).  
Druhý stupeň je představován detektory tříštění skla. Detektory slouží k ochraně 
prosklených ploch oken, dveří a stěn. Jsou vyvinuty pro detekování útoků na části ze skla 
jednoduchého či vrstveného a jsou instalovány do prostoru místností.  
Třetí stupeň tvoří elektronické detektory pohybu. Pohybové detektory jsou určeny pro 
střežení prostorů místností. Detektory se dále dělí z hlediska principu snímání na 
infrapasivní – PIR (snímání náhlého rozdílu teploty), mikrovlnné – MW (snímání pohybu 
tělesa), ultrazvukové – UZ (reakce na změnu vysílaného a přijímaného ultrazvukového 
signálu) a kombinované – např. PIR + MW.  
Čtvrtý stupeň – do této kategorie lze zahrnout ostatní prvky, které jsou v systémech EZS 
používány. Jedná se o tísňové hlásiče, sloužící pro ochranu osob v době, kdy je EZS 
vypnuta (např. pokladny, banky atd). Do této kategorie patří také seismické (otřesové) 
trezorové detektory, poskytující včasnou výstrahu napadení vysoce zajištěných 
rizikových míst jako jsou bankovní trezory, noční trezory atd. Dále jsou to např. závěsné 
snímače (ochrana obrazů a cenných předmětů v galeriích), detektory úniku plynu, kouře, 
vody, atd. [2]. 
Tabulka 2: Minimální doporučená ochrana objektu [2] 
Prostor Stupeň 1 Stupeň 2 Stupeň 3 Stupeň 4 
otevření obvodových dveří ANO ANO ANO ANO 
průnik obvodovými dveřmi NE NE NE ANO 
uzamčení vstupních dveří NE NE NE ANO 
otevření oken NE ANO/NE ANO ANO 
průraz oken NE ANO/NE ANO ANO 
místnosti ANO/NE ANO/NE ANO ANO 
stěny stropy podlahy NE NE VOLBA ANO 
Signalizace poplachu   
vnitřní siréna NE NE ANO/NE ANO/NE 
vnější siréna ANO/NE ANO ANO ANO/NE 
telefonní zpráva a  PCO NE ANO ANO ANO 
fyzická ostraha NE NE ANO ANO 
přivolání pomoci NE ANO ANO ANO 
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Systémy pro vnější zabezpečení – jsou určeny systémy pracující na odlišných 
principech. Tyto systémy využívají k detekci narušitele technologie na vysoké technické 
úrovni, protože venkovní prostředí vždy obsahuje velký počet rizikových faktorů, které 
mohou způsobovat falešné alarmy. Jedná se zpravidla o změny klimatických podmínek 
(sníh, prudký vítr) a volný pohyb zvěře. Do kategorie vnějších systémů patří zejména 
mikroprocesorové duální prostorové detektory pohybu, infračervené aktivní detektory 
(infrazávory), mikrovlnné bariéry a zemní indukční kabely. Systémy jsou nasazovány 
tam, kde není možné použít jiný typ zařízení, např. pro střežení pozemků, skladů, 
parkovišť, atd. [2].  
1.2 Stupně zabezpečení  
Stupně zabezpečení jsou stanoveny normou ČSN 50131-1: 
• Stupeň 1: nízké riziko   
o garáže, chaty, malé byty, strojovny, kotelny 
o předpokládá se, že narušitelé mají malou znalost EZS a mají omezený 
sortiment běžně dostupných nástrojů 
• Stupeň 2: nízké až střední riziko  
o větší byty, rodinné domy, komerční objekty 
o předpokládá se, že narušitelé mají určité znalosti o EZS a používají 
základní sortiment nástrojů a přenosných přístrojů (multimetr) 
• Stupeň 3: střední až vysoké riziko  
o lékárny, prodejny, sklady zbraní, zlatnictví, směnárny 
o předpokládá se, že narušitelé znají dobře EZS a mají k dispozici úplný 
sortiment nástrojů a přenosných elektrických zařízení 
• Stupeň 4: vysoké riziko  
o zejména objekty národního významu – banky, mincovny 
o používá se tehdy, má-li kvalita zabezpečení prioritu před všemi ostatními 
hledisky. Předpokládá se, že narušitelé jsou schopni nebo mají zdroje na 
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vypracování podrobného plánu vniknutí a mají kompletní sortiment 
zařízení včetně prostředků umožňujících nahradit rozhodující prvky EZS 
Stupeň 4 se v běžné praxi nepoužívá. Nejčastější je použití komponentů  
ze stupňů 2 a 3 [4].  
Posuzování a schvalování prvků EZS pro použití v daném stupni provádí 
nezávislá akreditovaná zkušebna a vydává na výrobek certifikát. V certifikátu je uvedeno, 
do které kategorie je možné výrobek použít.  
V které kategorii bude zabezpečení provedeno, je možné zvolit několika způsoby:  
1. Zvolí si zákazník  
2. Doporučí instalační firma  
3. Kategorie je stanovena třetí stranou  
První dva body záleží výhradně na jednání mezi uživatelem a instalační firmou. 
Výběr použitých komponentů je otázkou domluvy. Instalační firma, jako znalý a 
proškolený subjekt, by měla doporučit zabezpečení v kategorii, která odpovídá povaze 
objektu.  
Pokud je EZS součástí širšího jednání, může jeho kategorii nebo vlastnosti 
předepsat další strana (pojišťovna, PCO, předpis pro daný objekt, vnitřní směrnice). V 
tomto případě je potřeba všechny komponenty volit tak, aby měly certifikát minimálně 
do předepsané kategorie. Pro vytvoření zabezpečení objektu v dané kategorii je nezbytné 
provést i instalaci a zapojení odpovídající této kategorii. Popis a specifikace instalace je 
upravena příslušnou normou. [4] 
Normy, které řeší EZS [4]: 
• ČSN 33 4590   Zařízení elektrické zabezpečovací signalizace  
• ČSN EN 50 130-4  Poplachové systémy  
• ČSN EN 50 131-1  EZS – Všeobecné požadavky  
• ČSN EN 50 131-6  EZS – Napájecí zdroje  
• ČSN EN 50 134-7  EZS – Systémy přivolání pomoci  
• ČSN EN 50 136-1  Poplachové přenosové systémy a zařízení  
• ČSN EN 50 136-2  Poplachové přenosové systémy a zařízení 
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1.3 Prvky elektronického zabezpečovacího systému 
1.3.1 Poplachové ústředny EZS 
Zabezpečovací ústředna je plošný spoj s mikroprocesorem, zdrojovou částí  
a se vstupy pro zapojení zón s detektory. Pro komunikaci na PCO je ústředna zpravidla 
vybavena telefonním komunikátorem. Jejím úkolem je monitorovat stav detektorů, 
upozorňovat na případné poruchy v systému, reagovat na uživatelské příkazy z klávesnice 
a při poplachu nebo narušení na tento stav upozornit nastaveným způsobem [3]. 
 
Obrázek 1: Ústředna EZS výrobce Paradox [4] 
Ústředny EZS se zpravidla umisťují od boxů, které obsahují napájecí zdroj, prostor pro 
akumulátor a jsou vybaveny ochranným tamperem. 
Tamper (detekce otevření krytu) – celý systém EZS je střežen proti neoprávněnému 
zásahu, manipulaci nebo otevření krytu jednotlivých prvků neoprávněnou osobou 
sabotážními kontakty, které se souhrnně nazývají tampery. Každý kryt detektoru, 
plechová krabice ústředny a montážní krabice jsou chráněny tamperem proti 
neoprávněnému otevření. Tamper je při uzavření krytu sepnut a rozpojí se v okamžiku 
otevření krytu. Tímto je zajištěna detekce neoprávněné manipulace s krytem, a to i ve 




1.3.2 Ovládací zařízení 
Kódové klávesnice 
 Klávesnice slouží k základnímu informování o stavu EZS a k jeho ovládání. 
Pomocí klávesnice lze získat přehled o poruchách systému, o zapnutí nebo vypnutí 
systému, o stavu detektorů. Klávesnice lze rozdělit do dvou skupin: na klávesnice LCD  
a LED. Pomocí klávesnice lze zabezpečovací ústřednu i programovat [5]. 
Klávesnice LCD mají stejné možnosti informovat o stavech systému s tím 
rozdílem, že místo svitu LED kláves se údaje přímo vypisují na displeji. LCD klávesnice 
mají navíc i možnost listovat v historii ústředny a zjišťovat, co se v systému dělo v určitý 
čas. V současné době je většina LCD klávesnic i v české verzi s českým popisem [4]. 
 
Obrázek 2: Kódová klávesnice výrobce Paradox [4] 
1.3.3 Prostorová ochrana 
Infračervené čidlo – PIR 
 Jedná se o nejrozšířenější prostorový detektor, který monitoruje pohyb  
v hlídaném prostoru. Detektor je založen na pasivním infračerveném snímání pozadí  
a v případě, že dojde k pohybu „teplého objektu“ v dosahu detektoru, je vyhlášeno 
narušení. Detektor se skládá z IR senzoru a z čočky, která dělí hlídaný prostor  
do laloků. V případě, že osoba „vystoupí“ z laloku, je na IR senzoru zaznamenán pokles 
IR signálu. V případě, že osoba „vstoupí“ do laloku, je na IR senzoru zaznamenán nárůst 
IR signálu. Při pohybu osoby po prostoru dochází ke střídání nárůstu a poklesu IR signálu. 
Tento průběh je dále vyhodnocován elektronikou s ohledem na eliminaci falešných 
poplachů a v případě, že průběh odpovídá průchodu osoby, je vyhlášeno narušení [4].  
 PIR detektory se vyrábí v několika provedeních pro různé použití. Nejčastější je 
provedení na zeď, dále je možné se setkat s detektorem na strop a v různých dalších 
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mutacích. Je vyhodnocován pohyb osoby mezi laloky čidla, které jsou směrovány  
do prostoru místnosti. Základní rozdělení: 
• na strop 
• na zeď 
• záclona  
• odolné proti zvířatům 
V jakémkoliv provedení ale zůstává princip vyhodnocování pohybu shodný [5]. 
Nevýhody PIR detektorů a podněty které mohou mít za následek vznik falešných 
poplachů: 
• rychlé teplotní změny (topení nebo ohřev předmětu od slunce)  
• vliv mohou mít i světla automobilů, ostré sluneční záření nebo proudění 
vzduchu [6] 
 
Obrázek 3: PIR pohybový detektor výrobce Paradox [4] 
Detektor pohybu – MW (micro wave)  
Jedná se o aktivní detektor, který obsahuje vysílač – přijímač mikrovlnného 
signálu nejčastěji kolem 10 GHz. Detekce pohybu je na principu Dopplerova jevu, kdy 
se vyhodnocuje odražená vlna od objektu. Pokud se objekt pohybuje, tak se odražená vlna 
mění a detektor vyhlásí narušení. Tato vlastnost umožňuje použít detektor  
v prostorách, kde IR detektor použít nelze [4].  
Nevýhody MW detektorů a podněty které mohou mít za následek vznik falešných 
poplachů: 
• mikrovlnný signál procházející skrz zdi 




Detektor pohybu kombinovaný – PIR + MW  
 Pro eliminaci negativních vlastností PIR a MW detektorů se pro obzvláště 
problematické prostory používají kombinované detektory. V čidle je osazen PIR detektor 
a MW detektor a narušení je vyhlášeno pouze v případě, že oba tyto detektory 
zaznamenaly pohyb v prostoru. Pokud je pohyb vyhodnocen pouze jedním detektorem, 
je tento stav ignorován [5]. 
 
Obrázek 4: Kombinovaý PIR+MW detektor výrobce Paradox [4] 
Detektory na ochranu prosklených ploch 
Pracují na principu akustického sledování prostoru. Většinou vyhodnocují 
slyšitelnou část zvuku, která vzniká tříštěním skla a tlakovou vlnu, která vzniká  
v okamžiku rozbíjení skla. Pomocí mikrofonu jsou tyto dvě složky monitorovány,  
a pokud je splněn časový průběh a intenzita obou složek, dojde k vyhlášení narušení. 
Základní vlastnost detektorů tříštění skla je, zda umí hlídat sklo potažené bezpečnostní 
fólií nebo zda musí být sklo bez fólie. Další parametr je minimální velikost skleněné 
plochy, u které je ještě zaručena detekce rozbití [7]. 
 
Obrázek 5: Detektor rozbití skla výrobce Paradox [4] 
Detektory požáru pro EZS 
Pokud potřebujeme hlídat určitý prostor požárními hlásiči, můžeme použít stejné 
hlásiče jako pro konvenční (neadresné) ústředny EPS. Hlásič nainstalujeme  
do speciálních patic, které obsahují reléový kontakt. Na toto relé se připojí zóna ústředny 
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EZS. Musíme dodržet omezení pouze jednoho hlásič na jednu zónu. Adresné hlásiče 
nelze použít pro systémy EZS. [5] 
1.3.4 Plášťová ochrana 
Infrazávory 
Infrazávory je možné použít jak pro vnitřní, tak i venkovní prostředí. Jedná  
se o aktivní detektor, který se skládá ze dvou samostatných částí – vysílače IR paprsku  
a z přijímače IR paprsku. V okamžiku, kdy je IR paprsek přerušen, je vyhlášeno narušení. 
Infrazávory se převážně používají na detekci průchodu osob plochou a jako obvodová 
ochrana území nebo objektu. Nejjednodušší infrazávory vysílají nemodulovaný paprsek 
a nejsou vyhřívané. Jejich použití je tedy omezeno tak, že na jeden přijímač nesmí 
dopadat paprsek z více vysílačů. Lze tedy použít maximálně dvě závory nad sebe s tím, 
že na jedné straně je vždy přijímač a vysílač. Nesmí dva vysílače „vidět“ na jeden 
přijímač. Nejlepší infrazávory jsou vyhřívané a jejich paprsek je modulovaný. V praxi to 
znamená, že vysílač vysílá kódovaný IR signál, který je určen pouze pro jeden IR přijímač 
a neovlivní ostatní přijímače. Toto kódování zaručuje, že jednotlivé páry infrazávor se 
nebudou ovlivňovat a je možné instalovat nad sebe několik vysílačů nebo přijímačů.  
V současné době se výhradně používá systém odděleného vysílače a přijímače [4].  
Nevýhody infrazávor a podněty které mohou mít za následek vznik falešných poplachů: 
• nevyhřívané závory jsou málo imunní vůči námraze a namrzajícímu sněhu, to 
má za následek přerušení paprsku 
• nutná je údržba prostoru kolem paprsku, případná vysoká tráva nebo větve 
mohou přerušit parsek [6] 
 




Jedná se o nejjednodušší způsob detekce bez nároku na napájení. Detektor  
je tvořen jazýčkovým relé, které sepne po přiložení magnetu. Používají se na okna, dveře 
a jakékoliv podobné pohyblivé části. Magnetické kontakty se dělí na zapuštěné  
a povrchové. Zapuštěný kontakt se zavrtá do rámu dveří nebo oken a není vidět  
a povrchový kontakt se připevní na povrch rámu. Na pevnou část rámu se připevní vlastní 
jazýčkové relé s drátovým vývodem a na pohyblivou část okna nebo dveří  
se připevní magnet [5]. 
 
Obrázek 7: Magnetický kontakt výrobce Paradox [4] 
1.3.5 Signalizační zařízení – sirény 
Sirény obsahují piezzo nebo magnetodynamický měnič, blikač, záložní 
akumulátor a elektroniku. Externí siréna je trvale napájená z ústředny nebo pomocného 
zdroje a elektronika udržuje záložní akumulátor v nabitém stavu. Lze říci,  
že  piezosirény mají menší odběr při poplachu (stovky mA), menší odběr se odráží na 
jejich menším akustickém výkonu. Magnetodynamické sirény mají větší odběr při 
poplachu (1–2 A), ale vyšší akustický výkon. U sirén lze provést jejich aktivaci 
odpojením dobíjecího napětí nebo použitím aktivačních vstupů. U venkovní sirény bývá 
otevření krytu sirény a sejmutí sirény se zdi hlídáno tamperem (kontakt pro detekci 
otevření krytu). Toto narušení tamperu lze vyhodnocovat zónou zabezpečovací ústředny, 
nebo si je hlídá přímo siréna, která se při narušení tamperu aktivuje [4]. 
 
Obrázek 8: Externí siréna výrobce Jablotron [8] 
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1.3.6 Přenos informací 
Telefonní a bezdrátová přenosová zařízení 
 Z objektu, který je hlídán ústřednou, lze předat na pult centrální ochrany (PCO) 
zprávu pomocí telefonního komunikátoru. Z ústředny je možné na PCO přenášet 
kompletní události z objektu (zapnuto, vypnuto, poplach, porucha atd.). Pro komunikaci 
mezi PCO a ústřednou se používá několik zavedených formátů přenosu zpráv. Kromě 
přenosu přes telefonní linku je další nejčastější přenos pomocí bezdrátového vysílače / 
přijímače [4]. 
Přenos informací je nezbytný prvek kvalitního bezpečnostního systému. Pokud se 
o poplachu, poruše nebo sabotáži nedozví včas pověřené osoby, je veškerá investice do 
bezpečnostního systému zbytečná. Mnoho uživatelů spoléhá na jednoduchý přenos 
pomocí GSM komunikátoru přenášejícího pouze dva stavy – poplach a porucha zařízení. 
Tyto informace jsou pouze informativního charakteru v případě, že je uživatel vzdálen od 
hlídaného objektu a nemůže efektivně zasáhnout nebo alespoň určit, kde situace 
vznikla [9]. 
 




1.4 Elektrická požární signalizace 
Samostatnou kapitolou bezpečnostních zařízení jsou systémy elektrické požární 
signalizace (EPS). Na rozdíl od zařízení EZS, které instaluje uživatel zpravidla s cílem 
ochránit svůj majetek vůči krádeži, ale často opomíjí nebezpečí, které hrozí v podobě 
požáru.  
 V současné době je nutné zpracovávat, zejména při stavbě nebo změně užívání 
budovy, tzv. požárně bezpečností řešení (PBŘ), které určí, zda je instalace 
certifikovaného zařízení EPS v objektu nutná, či si ji uživatel může nainstalovat 
dobrovolně. 
1.4.1 Legislativa 
Přehled základních norem a vyhlášek pro zařízení elektrické požární signalizace 
EPS, které se řídí: 
- Zákonem č. 133/1985 Sb., o požární ochraně ze dne 17. prosince 1985, který vytváří 
podmínky pro ochranu života a zdraví před požáry. 
- Vyhláškou 246/2001 Sb., o požární prevenci ze dne 29. června 2001, která určuje 
množství, druhy a způsob vybavení prostor a zařízení požárně bezpečnostními zařízeními 
a jeho provozování [10]. 
- Vyhláškou 50/1978 Sb., elektrotechnická způsobilost  
- Výběr ČSN EN 54 o elektrické požární signalizaci: 
• EN 54-1  Úvod     platná  
• EN 54-2  Ústředna    platná  
• EN 54-3  Sirény    platná  
• EN 54-4  Napájecí zdroj   platná  
• EN 54-5  Hlásiče teplot    platná  
• EN 54-7  Hlásiče kouře    platná  
• EN 54-10  Hlásiče plamene  platná  
• EN 54-11  Hlásiče tlačítkové   platná  
• EN 54-12  Hlásiče lineární   platná  
• EN 54-13  Systémové požadavky  platná  
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• EN 54-18  Vstupně výstupní zařízení  platná  
• EN 54-21  Přenosová zařízení   platná  
• EN 14604  Autonomní hlásiče   platná  
 
- ČSN 730875 – Navrhování elektrické požární signalizace (duben 2011)  
- ČSN 342710 – Předpisy pro zařízení EPS (září 2011), v současné době je 
připravována nová verze této normy. 
- Vyhláška 23/2008 Sb., o technických podmínkách požární ochrany staveb, 
v platném znění. Používaná kabeláž pro EPS a její pokládka je obsahem přílohy č. 3. 
• EN 50 266-1 – definice požární odolnosti kabelu (kategorie – R)  
• IEC 60331 – definuje celistvost obvodu při požáru (funkční schopnost – V) [10] 
1.4.2 Ústředny EPS 
Ústředna EPS je zařízení, které soustřeďuje informace ze všech připojených 
hlásičů (automatických nebo manuálních). Tyto informace zpracovává a reaguje na ně 
naprogramovanou odezvou od různých výpisů na displeji ústředny až po samotný 
poplach, třeba i s přenosem na pult centralizované ochrany. Ústředna slouží 
k programování, ovládání a diagnostice systému. Zaručuje nepřetržité napájení všech 
připojených hlásičů. Zpravidla bývá v samotné ústředně napájecí zdroj a prostor pro 
záložní akumulátor [10]. 
 
Obrázek 10: Analogová ústředna MHU 115 výrobce Lites s.r.o. [11] 
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Konvenční neadresné ústředny 
Zde jsou hlásiče připojeny proudově vyváženou smyčkou. Nevýhoda je, že když 
je na smyčce připojeno více hlásičů, tak na ústředně nelze zjistit, na kterém byl vyhlášen 
požár. Poplach je indikován změnou impedance na lince, z toho vyplývá,  
že hlásiče mají pouze dva stavy – klid nebo poplach [10].  
Konvenční adresné ústředny 
Zde již má každý hlásič svojí jedinečnou adresu, a proto je snadné určit, který 
hlásič detekuje požár. Hlásiče mají stále dva stavy, klid a poplach, a parametry hlásičů 
jsou nastaveny z výroby a nelze je měnit. Linky či smyčky, na kterých jsou připojené 
hlásiče, mohou být kruhové a je třeba do nich připojovat izolátory. Izolátor se zpravidla 
vyrábí jakou součást montážní patice, do které se zacvakne patřičný hlásič. Tento systém 
funguje tak, že při výskytu poruchy mezi dvěma izolátory, systém tuto část odpojí  
a funguje bez vadné části s tím, že je zobrazena hláška na ústředně a je potřeba poruchu 
opravit [10]. 
Analogové ústředny 
Tyto systémy jsou více stavové, každý hlásič s vlastní adresou má tedy normální 
stav, poruchu, předpoplach a poplach. Z toho ústředna podle různých algoritmů pozná, 
v jakém stavu se daný hlásič nachází. Výhoda těchto systémů je určitá kompenzace 
zanesení hlásičů prachem. Propojení hlásičů s ústřednou je realizováno kruhovou sběrnicí 
a díky velkým objemům přenášených dat je potřeba dbát na kvalitu použité kabeláže [10]. 
1.4.3 Požární hlásiče 
Manuální tlačítkové 
Slouží k vyhlášení poplachu osobou, která zjistí požár. Požární tlačítko musí být 
vždy červené barvy. Musí být opatřeno ochranným sklem zabraňujícím nechtěné aktivaci. 
Umisťují se ke vstupům na chodby a schodiště a na místa, kde dochází k častým požárům 
a ostatní hlásiče zde nejsou moc účinné. Ústředna reaguje na stisk tlačítka okamžitě bez 




Obrázek 11: Hlásič tlačítkový MHA 141 výrobce Lites s.r.o. [11] 
Hlásiče automatické (samočinné) 
Monitorují specifický fyzikální nebo chemický jev a reagují na něj, poté informují 
ústřednu. Specifickými jevy rozumíme kouř, nárůst teploty, plameny, nebo jejich 
kombinace. Umístění hlásičů se řídí odpovídajícími normami, předpisy výrobce hlásiče  
a pokyny pro projekci a montáže. Nejčastěji se bodové hlásiče montují do patic a to na 
strop, kam logicky stoupají všechny zmiňované jevy. Patice má výhodu v tom, že je 
jednodušší pozdější výměna hlásiče a servis. Hlásič se do patice zacvakne na bajonetový 
úchyt. Automatické hlásiče dělíme do skupin podle typu detekce [10]. 
Optické hlásiče kouře 
Nejčastější používaný detektor je založen na principu detekce viditelného kouře 
pomocí optické komory. I/R LED dioda vysílá světelné impulzy, která jsou v klidovém 
stavu pohlcovány v optickém labyrintu. Pokud do hlásiče vnikne viditelný kouř, na 
částečkách kouře dochází k odrazu a rozptylu světla. Tím se změní světelné podmínky  
a přijímací prvek je vyhodnotí. Tato informace je zpracována (jeho velikost a časový 
průběh) vyhodnocena a případně je vyhlášen poplach. Detektor je schopen odhalit 
požárně nebezpečnou situaci v raném stádiu (doutnající předmět) na ploše 50 m2 [6].    
 




Základem tepelného detektoru je termistor, který měří teplotu okolního prostředí. 
Naměřená teplota je ukládána ve vnitřní paměti detektoru a je sledován trend jejího 
vývoje. Pokud teplota stoupá „příliš rychle“ nebo překročí maximální nastavenou 
hodnotu je vyhlášen poplach. Rychlost nárůstu teploty bývá většinou 10 °C/minutu  
a maximální hodnota bývá kolem 600 °C. Tepelný detektor je necitlivý na projevy páry  
a kouře, a proto se hodí do prostor, kde se tyto jevy občas vyskytují (typicky kuchyně). 
Jeho nevýhodou je, že zachytí požár až ve stadiu, kdy již hoří [6]. 
 
Obrázek 13: Hlásič teplot MHG362 výrobce Lites s.r.o. [11] 
Plamenné hlásiče 
Tyto hlásiče pracují na detekci ultrafialového a infračerveného záření, které 
vydává plamen. Při montáži je důležité zajistit přímou viditelnost mezi hlásičem  
a možným požárem [10]. 
 
Obrázek 14: Hlásič plamene MHG531 výrobce Lites s.r.o. [11] 
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1.4.4 Požární poplachová zařízení 
Akustická poplachová zařízení 
Sem patří všechna zařízení, která dávají obsluze akustickou informaci  
o nebezpečí požáru. Různé sirény, bzučáky a vzdálená tabla obsahující piezo-
měniče [12]. 
Optická poplachová zařízení 
 Jsou to různé typy majáků, blikačů a většinou jsou součástí sirén [12]. 
Vstupně výstupní jednotky 
Vstupně výstupní jednotky (V/V) jsou nedílnou součástí systémů EPS  
a propojují EPS s různými systémy zabraňujícími šíření požáru, jako je například 
spouštění stabilních hasicích zařízení, uzavírání požárních vrat nebo uvolnění únikových 
cest [12]. 
 





2 ANALÝZA SOUČASNÉHO STAVU 
2.1.1 Popis podniku a objektu 
Analyzovaný podnik se nachází v průmyslové oblasti na jižním okraji města Brna, 
činnost podniku je výroba a prodej potravinových doplňků, obrat podniku je dle investora 
zhruba 5,5 milionu Kč. Investor si ke své činnosti pronajímá 3. NP pětipodlažní budovy  
o rozměrech 50×10 metrů s užitnou plochou cca 450 m2, výška patra je 3,6 metru  
a skládá se ze čtyř základních částí: 
• Výrobní provoz 
• Administrativní část 
• Skladovací prostory 
• Sociální zázemí pro zaměstnance 
Po pronajmutí objektu musel investor vynaložit značné náklady do rekonstrukce 
zanedbaných prostorů. V původním stavu byl prostor rozdělen pouze na dva velké 
prostory, ty bylo nutno stavebně upravit a vytvořit tak nové příčky a místnosti. Počet 
zaměstnanců je 6–8 včetně vedoucího výroby. 
Díky poloze (cca 8 metrů nad zemí) lze do výše uvedených prostorů vstoupit pouze 
masivními železnými vraty, která jsou mechanicky zajištěna zámky a ocelovou závorou, 
bránící vrata vypáčit nebo prolomit. Dále jsou zajištěny pravidelné pochůzky, které 
provádí bezpečností agentura. Jelikož je na celý areál k dispozici nedostatek 
bezpečnostních zaměstnanců, investor si přeje svoji pronajatou část elektronicky zajistit 
před vnikem nepovolaných osob a zároveň vytvořit požární ochranu, vzhledem 
k množství elektronických zařízení a hořlavých látek.  
Hlavní vchod je přístupný z nákladního výtahu ovládaného pomocí klíče, který není 
zejména během noci k dispozici. Druhou možností je přístup z únikového schodiště, 
jejichž dveře jsou z vnější strany opatřeny bezpečností koulí a pro otevření je opět nutný 
klíč. 
Nejméně pravděpodobný je přístup ze střechy nebo ze spodních pater budovy. To 
stejné platí i pro probourání se do objektu z východního křídla budovy, kde se nachází 
cca 50 cm silná zeď, což by znamenalo vynaložit značné úsilí, časovou náročnost  




Obrázek 16: Půdorys prostor podniku [vlastní zpracování] 
Obrázek znázorňuje půdorys objektu, členěný na jednotlivé prostory, umístění 
vstupních vrat, rozmístění oken a vnitřních průchodů. Označení jednotlivých místností: 
1) ADMINISTRATIVA  
2) SOCIÁLNÍ ZÁZEMÍ ŽENY  
3) ŠATNA ŽENY 
4) SOCIÁLNÍ ZÁZEMÍ MUŽI 
5) ŠATNA MUŽI 
6) VÝROBA  
7) EXPEDICE  
8) SKLAD SUROVIN 
9) SKLAD HOTOVÝCH VÝROBKŮ 1 
10) SKLAD HOTOVÝCH VÝROBKŮ 2 
2.1.2 Analýza jednotlivých prostor v podniku  
Na základě výše uvedeného půdorysu jsem provedl analýzu jednotlivých prostor. 
Posoudil jsem především riziko vniku nepovolaných osob nebo riziko vzniku požáru. 
ADMINISTRATIVA 
Tato místnost patří mezi nejdůležitější prostory v celém podniku, nachází se zde 
dokumentace obsahující výrobní tajemství, která je v předmětu ochrany investora. 
V místnosti jsou dvoje jednokřídlá okna. Vstoupit lze ze sociálního zázemí zaměstnanců 
nebo přes výrobu. V severní části místnosti je umístěn malý kuchyňský kout s elektrickým 
vařičem a lednicí. 
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SOCIÁLNÍ ZÁZEMÍ A ŠATNY 
Místnosti se nachází uvnitř objektu, nejsou zde žádná okna, slouží pouze jako 
průchozí prostory pro zaměstnance. Jsou zde umístěny skříně, lavice, sprchový kout, 
umyvadlo a WC. Je zde minimální riziko pro podnik z hlediska krádeže nebo vzniku 
požáru. 
VÝROBA 
Do prostoru se lze dostat přímo z expedice nebo administrativní části, ve vnější 
stěně jsou umístěna dvě dvoukřídlá okna. Jak již název napovídá, nachází se zde řada 
strojů pro míchání produktů, drtič, lisovací stroj a tavička na folie. Všechny tyto stroje 
jsou potencionálním cílem pachatelů, ale i zdrojem tepla pro vznik požáru. Vznik požáru 
podporuje i zvýšená prašnost v místnosti. 
EXPEDICE  
Zde se nachází hlavní vstup, na který je nutno se především zaměřit. Prostor je 
tvořen ze dvou spojených místností, lze se odtud dostat do všech částí podniku přes  
pět rozmístěných prostupů. Kromě hlavního vstupu jsou zde po obvodu okna, jedno 
jednokřídlé na severní straně a dvě dvoukřídlá na jižní straně. Materiál se zde nachází 
pouze přes pracovní dobu a jen v malém množství je zde uskladněn přes noc.  
SKLAD SUROVIN 
Do této místnosti je pouze jediný přístup dveřmi z expedice, původní okno bylo 
zazděno. Pravděpodobnost krádeže uskladněných surovin je minimální, ale je zde vyšší 
riziko vzniku požáru vzhledem k množství a typu surovin. 
SKLADY HOTOVÝCH VÝROBKŮ 1 a 2  
V těchto prostorech se skladují finální produkty. Vstupy jsou na západních stěnách 
a po obvodu se nachází celkem šest dvoukřídlých oken a jedno jednokřídlé  
na severní straně. Opět je zde vyšší riziko krádeže zejména z východní strany vypáčením 
oken, tato část objektu je minimálně hlídaná a pachatelé mají dostatek času vniknout do 




2.1.3 Požadavky investora 
Investor se s bezpečnostními systémy již v minulosti setkal, zná základní prvky  
a principy těchto zařízení. Požaduje analýzu, vytvoření návrhu ke schválení, instalaci  
a uvedení do provozu. Podmínkou je propojení nových systémů se současným 
bezpečnostním systémem instalovaným v 1. a 2. NP budovy, který je připojený na pult 
centrální ochrany (PCO) v Brně a na bezpečnostní službu. Dále si přeje vytvoření 
duplicitního přenosu na soukromý mobilní telefon, kde se budou zobrazovat informace  
o stavu nainstalovaného zařízení:  
• Zapnutí a vypnutí systému 
• Poplach konkrétního detektoru nebo skupiny detektorů 
• Porucha zařízení 
• Stav dodávky elektrické sítě 230 V 
Včetně možnosti zpětného ovládání celého systému, tj. zejména: zapnutí nebo vypnutí 
systému, potvrzení poplachu a poruchy. 
2.1.4 Shrnutí analýzy 
Objekt je v základu mechanicky velmi dobře zajištěn, chráněn je i polohou. Při 
správném výběru systému a kombinaci detektorů, které spolu s duplicitním přenosem 
informací uživateli a PCO zajistí dostatečnou ochranu objektu.  
Z technického hlediska je nejvhodnější začít ekonomickou rozvahou, určující, jak 
velký majetek chci chránit a jakou částku chci uvolnit [2]. V tomto případě je uvnitř 
objektu instalováno několik výrobních a míchacích linek, dále řídící počítač, server a je 
zde uskladněna značná část produktů.  
 V neposlední řadě jsem musel určit, zda bude systém klasický zónový  
se zakončovacím odporem nebo sběrnicový. S investorem bylo dohodnuto, že se systém 
nebude nijak dělit na podsystémy, vše se bude ovládat jako celek. Dále investor požaduje 




3 VLASTNÍ NÁVRH ŘEŠENÍ 
Po zpracování analýzy bezpečnostního stavu podniku, jsem vypracoval návrh 
instalovaného zařízení a rozpočet a s výsledkem jsem seznámil investora. Po schválení 
návrhu a rozpočtu započala praktická realizace a instalace zařízení. Pro zařízení EZS jsem 
vybral ústřednu kanadského výrobce PARADOX, kterou má investor instalovanou  
i v prodejně svých výrobků a zná logiku ovládání systému. V této kapitole budou popsány 
použité pohybové detektory, magnetické kontakty a přenosová zařízení. Pro požární 
ochranu je zvolena konvenční ústředna EPS výrobce DETECTOMAT, která splňuje 
veškeré požadavky CPD certifikace (směrnice o stavebních výrobcích) dle EN54-4 
schváleno německým notifikačním orgánem VdS, které společně s přiloženou 
dokumentací pro pojišťovnu umožní uzavřít snížené pojištění objektu.  
Dalším z důvodů, proč byla využita certifikovaná ústředna EPS namísto využití 
pouze systému EZS, je norma EN54, která nám říká, že lze zapojit pouze jeden detektor 
na jednu zónu. V případě tohoto objektu bychom se dostali za hranice možností ústředny 
EZS. Vzhledem k výšce patra nehrozí zaplavení technologií. Vytápění objektu je 
zajištěno centrálním rozvodem, proto není třeba instalace detektorů úniku plynu ani 
zaplavení.  
 
3.1 MECHANICKÉ ZAJIŠTĚNÍ 
Vstupní železná vrata jsou mechanicky zajištěná ocelovou závorou, vložkovým  
a závěsným zámkem. Slabinou jsou tedy samotné zámky na vratech, které lze odvrtat  
a odbrousit. Toto místo jsem vyhodnotil jako nejrizikovější z hlediska možnosti vstupu 
neoprávněné osoby. 
Okna plní pouze izolační funkci, nemají žádné bezpečností kování, z hlediska 
vypáčení nejsou nijak chráněna. I přes absenci bezpečnostního kování nepovažuji okna 
jako bezpečnostní riziko. Vzhledem k výšce objektu jsou velmi obtížně přístupná. 
Další doporučení z hlediska mechanického zajištění nemám, vše ostatní řeší 
elektronické bezpečností systémy. 
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3.2 ELEKTRONICKÉ ZABEZEPČOVACÍ SYSTÉMY 
V tomto případě je důležité nejdříve vytvořit návrh pro celý podnik, rozhodnout 
jaký typ ústředny a detektorů instalovat, jejich umístění a rozhodnout kudy vést kabeláž. 
Zaměřil jsem se i na místa, která by mohla negativně ovlivnit funkci PIR detektorů. Ostré 
sluneční paprsky jsou častým zdrojem falešným poplachů, to je problém zejména u jižní 
stěny objektu, kde se nachází největší množství oken. Zde jsem musel umístit detektory 
tak, aby sluneční svit neměl vliv na jejich funkci. Zpracovaná projektová dokumentace 
s rozmístěním popisovaných prvků i vedením kabeláže je součásti  v přílohy č. 3. 
3.2.1 Umístění a návrh prvků systému EZS 
Na základě analýzy podniku jsem vytvořil popis jednotlivých místností  
a prostorů, kde je vhodné nainstalovat zařízení EZS: 
ADMINISTRATIVA 
Jako nejméně prašný a obtížně přístupný je tento prostor ideální pro umístění 
ústředny EZS a GSM komunikátoru. Nejdříve bylo nutné změřit sílu GSM signálu 
pomocí mobilního telefonu, vzhledem k umístění objektu v blízkosti města Brna je signál 
ve všech místech dostatečný. Zvolil jsem umístění obou zařízení nad rack, který je 
v jižním rohu místnosti, zároveň v tomto místě nejsou zařízení nikterak přehřívána  
od přímého slunečního záření, což má pozitivní vliv i na jejich životnost. 
Zároveň je nutné instalovaná zařízení chránit prostorově pomocí PIR detektoru, 
který umístím v protějším rohu od racku ve výšce 2,5 m. Z této pozice není detektor nijak 
ovlivněn teplem a párou vznikající od vařiče. Detektor dohlíží na okno, dveře ze 
sociálních prostor a na vstup do výroby podniku. Nastavena je okamžitá reakce. 
Dále navrhuji na okenní rám umístit magnetický kontakt s okamžitou reakcí. 
Instalovaná zařízení: 1 × ústředna EZS, 1 × GSM komunikátor, 1 × PIR detektor,  
1x magnetický kontakt 
SOCIÁLNÍ ZÁZEMÍ A ŠATNY  
Tyto prostory se skládají ze čtyř místností, není nutné instalovat žádné PIR 
detektory, pouze na dveře mezi expedicí a šatnami jsem umístil dva magnetické kontakty 
s okamžitou reakcí. Mají za úkol vyhlásit okamžitý poplach v případě, když není dodržena 
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přístupová trasa v expedici. Pokud by tyto detektory nebyly instalovány, hrozí riziko, že 
by se případný pachatel dostal až k ústředně EZS během „příchodového zpoždění“. 
Instalovaná zařízení: 2 × magnetický kontakt 
VÝROBA 
Výrobu jsem vyhodnotil jako jeden z nejrizikovějších prostorů, vzhledem 
k množství výrobní techniky jsem instaloval dva prostorové PIR detektory umístěné 
v jižních rozích místností a čtyři kusy magnetických kontaktů na oknech, vše 
naprogramováno s okamžitou reakcí. PIR detektory jsem zapojil každý  
na samostatnou zónu ústředny EZS. Uživatel dokáže rozpoznat, zda případný poplach 
způsobil pouze jeden detektor nebo je potvrzený i druhým. 
Instalovaná zařízení: 2 × PIR detektor, 4 × magnetický kontakt 
EXPEDICE 
Vzhledem k umístění hlavního vchodu jsem musel systém navrhnout tak, aby bylo 
možné hlídat samostatně hlavní vchod a zbytek prostoru expedice. Hlavní vchod je 
opatřen masivním magnetickým kontaktem a samostatně hlídán PIR detektorem. Obě 
zařízení mají nastavena příchodová zpoždění. Dále jsem u hlavního vchodu instaloval 
ovládací klávesnici systému EZS. 
Zbylou část expedice jsem opatřil třemi PIR detektory, které dohlíží na všechna 
okna. Na okenní rámy jsem opět umístil magnetické kontakty. Vše je nastaveno  
na okamžitou reakci. 
Instalovaná zařízení: 1 × klávesnice EZS, 4 × PIR detektor, 5 × magnetický kontakt 
SKLAD SUROVIN  
Sklad je umístěn uprostřed objektu, ze všech stran jsou místnosti chráněny 
zařízením EZS. Díky absenci okna nebylo nutné instalovat pohybový detektor. Připravil 
jsem alespoň kabelový přívod pro případné doplnění, např. z důvodu samostatného 





SKLADY HOTOVÝCH VÝROBKŮ 1 a 2  
Do každé z těchto místností jsem instaloval dva samostatně programovatelné PIR 
detektory s okamžitou reakcí. Umístěné jsou v jižních rozích místností do výšky  
2,5 metru z důvodu eliminace falešných poplachů způsobených slunečními paprsky.  
Na každé okno jsem umístil magnetický kontakt s okamžitou reakcí. Pro úsporu 
zónových vstupů na ústředně EZS jsem spojil magnetické kontakty do skupin pro každou 
místnost. Nelze tedy přesně určit, které okno bylo otevřeno, ale případné narušení musí 
potvrdit i PIR detektory. 
Instalovaná zařízení: 4 × PIR detektor, 7 × magnetický kontakt 
3.2.2 Instalované prvky systému EZS 
Po zpracovaném návrhu rozmístění jsem musel určit konkrétní výrobce a typ 
použitých zařízení, které jsem následně instaloval. 
3.2.2.1 Ústředna EZS 
Pro tuto instalaci byla vybrána ústředna PARADOX typ SPECTRA SP7000 
určená pro malé až střední aplikace, obsahující 16 fyzických vstupů (zón) s možností 
rozšíření pomocí expandérů až na 32 zón. Standardem je pět programovatelných výstupů  
s možností rozdělit systém na dvě nezávislé části. Tento typ ústředny jsem použil již na 
několika předešlých instalacích. Její výhodou je cena, dostatečný počet zónových vstupů 
a široké možnosti konfigurování. 
 
Obrázek 17: Ústředna EZS výrobce PARADOX typ SPECTRA SP7000 [4] 
Napájení ústředny 230 V je zajištěno samostatně jištěným přívodem z rozvaděče 
umístěným za hlavním vchodem do prostoru expedice. Součástí dodávky je plechový box 
se zdrojem a tamperem pro hlídání otevření dveří boxu. 
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3.2.2.2 Klávesnice EZS 
Dalším nedílným prvkem systému je ovládací klávesnice. Zde byla zvolena 
klávesnice K32LCD s LCD displejem, který textově zobrazuje přeprogramované stavy. 
Klávesnice je vhodná pro každého uživatele díky podpoře českého jazyka. 
 
Obrázek 18: Klávesnice ESZ výrobce PARADOX typ K32LCD [4] 
3.2.2.3 Detektory pohybu (PIR) 
Zvolil jsem pohybová čidla výrobce VISONIC typ NEXTPLUS. Vynikají při 
dodržení správné instalace především odolností proti falešným poplachům, spolehlivou 
detekcí, integrovaným krokovým testem a v neposlední řadě elegantním designem  
a nízkou cenou. 
 
Obrázek 19: PIR detektor výrobce VISONIC typ NEXTPLUS [13] 
Výhodou těchto detektorů je plně digitální zpracování signálu, široká charakteristika 
pokrytí včetně pohledu pod sebe, což zajišťuje eliminaci tzv. „mrtvých zón“.  
Pro tuto instalaci byla vybrána varianta „PIR detektor bez podpory  
anti-maskingu“. 
3.2.2.4 Magnetické kontakty 
Přestože to norma nevyžaduje, je magnetický kontakt instalován v každém okně  
a vstupu ve dvou provedeních: 
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• na oken jsou použity miniaturní magnety FM-102 s pracovní mezerou 24 mm  
• vstupní dveře jsou opatřeny masivními magnety MET-200 s pracovní mezerou   
45 mm a pancéřovou chráničkou 
  
Obrázek 20: Magnetický kontakt FM-102 [4] 
Obrázek 21: Magnetický kontakt MET-200 [4] 
3.2.2.5 Signalizace 
Zvolena byla zálohovaná siréna TEKNIM-720WR, která se skládá z piezo-
reproduktoru o výkonu 118 dB/m, dvou indikačních LED diod, stroboskopického blikače 
a dvojího tamperu. Ta je umístěna na venkovní straně jižní stěny objektu. 
 
Obrázek 22: Zálohovaná siréna TEKNIM-720WR 
3.2.3 Komunikace 
Pro celý systém jsem vytvořil dvě nezávislé přenosové linie: 
1. GSM komunikátor PCS250G 
Tento komunikátor je připojen přímo na komunikační sběrnici ústředny a vysílá 
pomocí SMS přesné informace o konkrétním čidle nebo skupině čidel v poplachu  
a poruše. Díky tomuto přenosu lze identifikovat, zda se jedná o poplach více detektorů 
potvrzující pohyb osob v objektu nebo čidlo, které způsobuje poplachy bez příčiny. 
Instalovány jsou dvojice čidel v místnosti, proto v případě pohybu osob musí dojít 
38 
 
k aktivaci obou detektorů. Integrovány jsou sloty pro dvě SIM karty. V případě vyčerpání 
kreditu nebo nefunkční primární SIM karty komunikátor automaticky přepne povoz na 
záložní SIM a upozorní na stav uživatele. Komunikátor lze využít i pro GPRS připojení, 
kdy lze systém ovládat dálkově pomocí počítače, systém lze i dálkově programovat. 
Nevýhodou jsou náklady na provoz datového tarifu. V tomto případě jsem zvolil 
předplacenou SIM kartu operátora Vodafone, cena jedné SMS je 1,50 Kč včetně DPH. 
Další výhodou tohoto komunikátoru je využití napájení přímo z ústředny, která je 
zálohovaná akumulátorem a případný výpadek 230 V provoz nijak neovlivní. 
Komunikátor zašle poruchový stav pomocí SMS uživateli, který zajistí v nejkratším čase 
obnovu.  
 
Obrázek 23: GSM komunikátor PCS250G 
2. Přenos na pult centrální ochrany PCO 
Jako druhou variantu přenosu jsem využil přenos na historicky instalovanou 
ústřednu EZS připojenou na pult centrální ochrany po telefonní lince. Trasa  
je vyhotovena kabelem a trasou s požární odolností splňující EN 50 266-1. Tímto  
je zajištěn přenos stavů při případném požáru ve výrobních prostorech i ostatních částech 
objektu, kde se kabelová trasa nachází. 
Přenosový kabel je zároveň hlídán zakončovacími odpory vůči sabotáži 
přeseknutím kabelu. Pokud by se tak stalo, byl by tento stav okamžitě signalizován na 
PCO a to i v nezajištěném stavu. 
3.2.4 Zapojení systému 
Veškerá kabeláž je vedena pod omítkou. Pro instalaci kabeláže jsem využil 
dodavatelskou firmu, která zajišťovala rekonstrukci objektu, stavební práce, pokládku 
kabeláže a instalaci silnoproudých zařízení. Stavební firma měla k dispozici projektovou 
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dokumentaci s přesně zakresleným vedením kabeláže viz Příloha č. 3. Začátek kabelů je 
umístěn v administrativní části. Stavební firma nechala ze zdi rezervu cca 1 m, konce 
kabelů jsou opět vyvedeny ze zdi s rezervou 20–30 cm. Výsledkem je kompletně 
vyhotovená kabeláž přepevná pro montáž zařízení EZS a EPS. 
Zajištěna byla slaboproudá i silnoproudá kabeláž. Přívod 230 V pro napájení 
ústředny EZS byl proveden samostatně jištěným obvodem 6 A. Montáž, zapojení  
a revizi přívodu provedla stavební firma. 
Připravené slaboproudé rozvody jsem musel nejdříve proměřit, zda nedošlo 
k přerušení kabeláže v průběhu rekonstrukčních prací, dále umístit detektory na předem 
určené pozice a do proměřených kabelů připojit. 
Všechny prvky jsem připevnil ke stěně pomocí hmoždinek a vrutů. V případě 
pohybových detektorů jsem umístil nejprve kloubové držáky, které značně urychlují práci 
při nastavování polohy detektoru, poté byl umístěn a zapojen detektor. Systém byl 
zapojen a nakonfigurován se zakončovacími EOL odpory o hodnotě 1 kΩ. 
 
Obrázek 24: Zapojení detektorů do vstupní zóny [4] 
Veškeré spoje, zejména u magnetický kontaktů, jsou provedeny v instalačních 
krabicích umístěných u stropu místností. Samotné magnetické kontakty disponují 
oboustrannou samolepicí páskou, kterou lze prvek pevně přichytit na povrch. Přesto jsem 
kontakty zajistil vruty, na které nemá vliv stárnutí lepidla na samolepicí pásce a kontakty 
se nikdy samovolně neuvolní. 
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Dále jsem provedl instalaci kabeláže do ústředny, kde je nutné si kabeláž pečlivě 
poznačit například číslem kabelu, konec kabelu a způsob zapojení. 
V následující tabulce jsou uvedené proudové odběry jednotlivých zařízení 
instalovaných na napájecí AUX výstup ústředny EZS SP7000. Započítány jsou 
maximální proudy při zatížení během poplachu, v klidovém režimu jsou odběry řadově 
nižší. 
Tabulka 3: Proudové zatížení napájecího AUX výstupu 





Ústředna EZS SP7000 ks 1 0,0 0,0 
Expandér - 8 vstupů ZX8SP ks 1 31,0 31,0 
LCD klávesnice  K32LCD ks 1 86,0 86,0 
GSM/GPRS komunikátor  PCS250G ks 1 450,0 450,0 
PIR detektor NEXTPLUS ks 11 9,0 99,0 
Zálohovaná piezo-siréna 720WR ks 1 30,0 30,0 
 
  
Celkový odběr na 
AUX [mA] 696,0 
Maximální odběr ústředny EZS je 1 A (1000 mA), v případě této instalace  
je odběr necelých 700 mA. Z tohoto důvodu nemusí být instalovány posilovací zdroje, 
které jsou samozřejmostí u větších instalací nebo pokud potřebujeme komunikovat  
se zařízením na větší vzdálenosti. 
3.2.5 Konfigurace systému 
V základní konfiguraci má ústředna EZS 16 samostatně programovatelných 
vstupů, dalších osm vstupů jsem přidal pomocí expandéru ZX8SP. Na ústředně je tedy 
k dispozici celkem 24 zónových vstupů. Využitých je 22 vstupů, zbylé dva vstupy jsou 
volné pro další rozšíření nebo rekonstrukci, případně lze dokoupit další expandér ZX8SP, 
který zvýší kapacitu ústředny na maximálních 32 vstupů. 
 
Obrázek 25: Zónový expandér ZX8SP [4] 
41 
 
Veškeré programování ústředny bylo provedeno pomocí softwarového programu 
WinLoad verze 5.71 a převodníku 307USB, který poskytuje možnost komunikace 
pomocí USB nebo rozhraní R232. 
Systém je nakonfigurován jako jeden celek, není zde žádné dělení  
na podsystémy. Zajištění a odjištění ovládá všechny detektory zároveň. Většina zón  
je přiřazena jako „okamžitá“ (při narušení ústředna okamžitě vyhlašuje poplach  
a generuje přenosy), dvě zóny jsou „zpožděné“ (při otevření hlavního vchodu  
je aktivován odpočet času, během kterého musí uživatel zadat správný kód, jinak dojde 
k vyhlášení poplachu a přenosům). 
V níže uvedené tabulce je přehled zón a jejich naprogramování: 
Tabulka 4: Konfigurace systému EZS 
číslo zóny detektor popis definice zóny 
1 pohybu PIR-HL.VCHOD zpožděná 
2 pohybu PIR-EXPEDICE 1 okamžitá 
3 pohybu PIR-EXPEDICE P. okamžitá 
4 pohybu PIR-EXPEDICE L. okamžitá 
5 pohybu PIR-ADMINISTR. okamžitá 
6 pohybu PIR-VÝROBA P. okamžitá 
7 pohybu PIR-VÝROBA L. okamžitá 
8 pohybu PIR-SKLAD 1 P. okamžitá 
9 pohybu PIR-SKLAD 1 L. okamžitá 
10 pohybu PIR-SKLAD 2 P. okamžitá 
11 pohybu PIR-SKLAD 2 L. okamžitá 
12 nevyužito REZERVA zakázána 
13 nevyužito REZERVA zakázána 
14 PŘENOS EPS-POPLACH okamžitá 
15 PŘENOS EPS-PORUCHA okamžitá 
16 TAMPER TAMPER USTR. 24 hodin 
17 magnet MG-HL.VCHOD zpožděná 
18 magnet MG-OKNA DVUR okamžitá 
19 magnet MG-ADMINISTR. okamžitá 
20 magnet MG-VYROBA okamžitá 
21 magnet MG-EXPEDICE okamžitá 
22 magnet MG-SKLAD 1 okamžitá 
23 magnet MG-SKLAD 2 okamžitá 




Magnetické kontakty na zóně č. 24 mají za úkol ochránit cestu přes sociální 
zázemí zaměstnanců a při narušení dveří během příchodového času okamžitě vyhlásí 
poplach. Zabrání se tím napadení ústředny EZS, která by jinak byla hlídána pouze 
pohybovým čidlem s okamžitou zónou v administrativní části. Prodleva mezi vyhlášením 
PIR čidla, zpracováním informace ústřednou a odesláním poplachu na PCO by mohla být 
příliš dlouhá.  
3.2.6 Zkoušky systému 
Každý systém je nutné po instalaci a naprogramování důkladně otestovat. 
Nejvhodnější způsob testování je pomocí PC a krokového testu, kdy se postupně obchází 
objekt a PC si tyto testy ukládá do historie. Po projití objektu je zkontrolována diagnostika 
ústředny, která graficky zobrazuje stavy jednotlivých zón, historii, popis, napětí na 
akumulátoru, zatížení AUX výstupu, atd. Pokud jsou všechny stavy v normálu lze zajistit 
systém, zkontrolovat příchodové a odchodové časování, vygenerovat ostrý alarm 
z každého detektoru. Dále provést kontrolu přenosu na pult centrální ochrany, který 
telefonicky potvrdí příjem informací a přenos SMS na mobilní telefon, který musí být 
schopen i systém zpětně ovládat.  
 
3.3 ELEKTRONICKÁ POŽÁRNÍ SIGNALIZACE 
Druhým instalovaným systémem bylo zařízení EPS. Opět popíši jednotlivé 
prostory, tentokrát z požárního rizika. Uvedu použité prvky, jejich umístění, instalaci 
zapojení, zprovoznění a odzkoušení.  
3.3.1 Umístění a návrh prvků systému EPS 
Na základě analýzy podniku jsem vytvořil popis jednotlivých místností  
a prostorů, kde je vhodné nainstalovat zařízení EPS: 
ADMINISTRATIVA 
Administrativní část lze považovat za rizikový prostor z hlediska vniku požáru. 
Přítomnost elektronických zařízení (server, switch a PC), množství uskladněných 
dokumentací v listinné podobě a kuchyňské linky instalaci požárního hlásiče vyžaduje. 
V případě přítomnosti kuchyně bývá standardem instalace teplotního hlásiče, 
který je odolný vůči parám při vaření. Na základě rozhovoru s investorem, v tomto 
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případě navrhuji instalaci opticko-kouřového hlásiče. Příprava jídla zde není častým 
jevem, nejčastěji se využívá rychlovarná konvice, která nevytváří velké množství páry. 
Primární je ochrana elektronických zařízení a listinných dokumentů. 
Instalovaná zařízení: 1 × opticko-kouřový hlásič 
SOCIÁLNÍ ZÁZEMÍ A ŠATNY  
Tyto prostory se skládají ze čtyř místností, není nutné instalovat požární čidla. 
Nenachází se zde elektronická zařízení a ani se zde neskladují hořlaviny. Kouření je 
přísně zakázáno – viz směrnice podniku. 
Instalovaná zařízení: žádné prvky 
VÝROBA 
Výrobu jsem vyhodnotil jako jeden z nejrizikovějších prostorů. Vzhledem 
k množství výrobní techniky navrhuji instalovat tři opticko-kouřové a jeden tlačítkový 
hlásič. I přes vyšší prašnost, které musí detektory odolávat, nedoporučuji instalaci 
teplotních čidel. Hlásiče budou pravidelně čištěny po půl roce v rámci kontrol a zkoušek 
systému EPS. Zároveň jsem výrobu vyhodnotil jako nejvhodnější místo pro umístění 
externí sirény s majákem, kterou nainstaluji na vnější stěnu objektu.  
Instalovaná zařízení: 3 × opticko-kouřový hlásič, 1 × tlačítkový hlásič  
EXPEDICE 
Expedici jsem určil jako prostor s nízkým až středím rizikem vzniku požáru, není 
zde instalována žádná elektronika ani stroje a hotové výrobky se zde neskladují ve větším 
množství. Rozmístění opticky-kouřových čidel navrhuji jeden hlásič na cca 50 m2, 
celkový počet hlásičů v expedici je tedy 5 ks. 
Zároveň zde nainstaluji ústřednu EPS, kterou umístím v blízkosti hlavního vchodu 
včetně tlačítkového hlásiče. Druhý tlačítkový hlásič bude umístěn na stěně  
u průchodu mezi expedicí a skladem č. 1. 




SKLAD SUROVIN  
 Sklad surovin je další z rizikových místností. Dle investora se zde skladují 
materiály, které jsou hořlavé. Z toho důvodu do těchto prostor nainstaluji jeden opticko-
kouřový hlásič požáru. 
Instalovaná zařízení: 1 × opticko-kouřový hlásič 
SKLADY HOTOVÝCH VÝROBKŮ 1 a 2  
Tyto sklady jsou dva identické prostory z hlediska rozměrů i uskladněného 
materiálu. Sklad č. 1 je průchozí do skladu č. 2. Navrhuji instalaci čtyř kusů hlásičů  
do každého prostoru. 
Instalovaná zařízení: 8 × opticko-kouřový hlásič 
3.3.2 Instalované prvky systému EZS 
Po zpracovaném návrhu rozmístění jsem musel určit konkrétní výrobce a typ 
použitých zařízení, které jsem následně instaloval. 
3.3.2.1 Ústředna EPS 
Modulární konvenční ústředna EPS výrobce DETECTOMAT typ DCC 8 
s možností připojení osm linek (možno rozšířit až na 16 linek pomocí přídavných 
modulů). Na jedné smyčce smí být maximálně 32 čidel a nesmí se kombinovat 
automatické hlásiče s tlačítkovými. V případě tohoto objektu jsou na jedné smyčce max. 
čtyři hlásiče požáru. 
 
Obrázek 26: Konvenčí ústředna DCC8 [10] 
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3.3.2.2 Automatické hlásiče 
Kvalitní mikroprocesorově řízený opticko-kouřový detektor CT 3000 O s detekcí 
poruch a zaprášení komory. Při aktivaci svítí červená LED dioda do resetu čidla. 
 
Obrázek 27: Opticko-kouřový hlásič CT 3000 O [10] 
3.3.2.3 Tlačítkové hlásiče 
Manuální tlačítkový hlásič určený k neadresnému systému EPS. V objektu jsou 
instalovány čtyři tlačítkové hlásiče umístěné u hlavního vchodu (expedice), ve výrobě  
a ve skladovacích prostorech. 
 
Obrázek 28: Tlačítkový hlásič CT 3000 PBDH ABS [10] 
3.3.3 Komunikace 
Stavy zařízení EPS jsou signalizovány akusticky na ústředně i venkovním majáku 
se sirénou. V případě odjištěného systému EZS nejsou stavy přenášeny na pult centrální 
ochrany ani mobilní telefon pomocí SMS. Veškeré stavy během pracovní doby (odjištěný 
stav zařízení EZS) řeší obsluha na místě. 
Při zajištění systému EZS je automaticky aktivován i přenos stavů zařízení EPS 
na pult centrální ochrany i mobilní telefon. 
Linka mezi ústřednou EZS a EPS je hlídána proti zkratu nebo rozpojení (sabotáž). 
Zařízení jsou zároveň galvanicky oddělená pomocným obvodem se zakončovacími 
odpory a reléovým výstupem. 
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3.3.4 Zapojení systému 
I v tomto případě je veškerá kabeláž vedena pod omítkou a instalována 
dodavatelskou firmou. Začátek kabelů je umístěn v expedici, stavební firma nechala  
ze zdi rezervu cca 1 m a konec kabelu zůstal s rezervou 20–30 cm. V případě, že je hlásičů 
na jednom kabelu umístěno více, je v každém bodě ponechán vývod.  Výsledkem je opět 
kompletně vyhotovená kabeláž přepevná pro montáž. 
Přívod 230 V pro napájení ústředny EZS byl opět proveden samostatně jištěným 
obvodem 6 A. Montáž, zapojení a revizi přívodu provedla stavební firma. 
Připravené slaboproudé rozvody jsem instaloval velmi podobným způsobem jako 
prvky zařízení ESZ, tzn. proměřit, zda nedošlo k přerušení kabeláže v průběhu 
rekonstrukčních prací, dále umístit detektory na předem určené pozice a k proměřeným 
kabelům připojit. 
Všechny prvky jsem připevnil ke stěně pomocí hmoždinek a vrutů. V případě opticko-
kouřových detektorů jsem umístil prvně patici, do které je připojena kabeláž a následně 
nainstaloval hlásič. 
Následující zjednodušené schéma přehledně zobrazuje zapojení hlásičů  
na smyčkách ústředny EPS. Zapojení splňuje omezení max. 32 hlásičů i zákaz kombinace 
automatických a tlačítkových hlásičů na jedné smyčce. 
 




1. ADMINISTRATIVA  
2. VÝROBA 
3. EXPEDICE SKLAD 
4. EXPEDICE VCHOD 
5. SKLAD VÝROBKŮ 1 
6. SKLAD VÝROBKŮ 2 
7. SKLAD SUROVIN 
8. TLAČÍTKOVÉ HLÁSIČE 
 
3.3.5 Konfigurace systému 
Programování ústředny probíhá prostřednictvím klávesnice a zadáváním příkazů 
uvedených v přiloženém manuálu nebo pomocí přepínání jumperů v ústředně. V základu 
je ústředna předprogramovaná, je nutné pouze správně nastavit vstupní  
a výstupní obvody, případně nastavit zpoždění sirén. 
Na konci každé smyčky je připojen zakončovací člen v podobě kombinace 
kondenzátoru a odporu (součástí dodávky ústředny). Tento člen slouží ke hlídání stavů 
smyčky poplach a porucha (přerušení kabelu).  
3.3.6 Zkoušky systému 
Po provedení montáže jsem provedl kontrolu funkceschopnosti každého hlásiče, 
odezvou musí být hlasité pípnutí ústředny EPS, která tímto potvrdí příjem poplachového 
stavu hlásiče. Při testu posledního hlásiče jsem provedl ostrý poplach s přenosem na 
mobilní telefon a pult centrální ochrany. Po ukončení testů nesmí  
na ústředně svítit žádný poruchový ani poplachový stav. V případě systémů EPS je 
vyžadován po montáži „instalační a montážní protokol“ a „protokol o výchozí kontrole 
provozuschopnosti“. 
Tabulka 5: Servisní intervaly pro zařízení EPS [10] 
Zkouška Popis Četnost 
Kontrola ústředny a 
doplňujících zařízení 
Kontrola ústředny, zkouška funkce 
sirén, kontrola návazných systémů - 
provádí provozovatel 
1 × za 
měsíc 




Zajišťuje servisní organizace 1 × ročně  
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3.4 Vnitřní směrnice podniku 
Nejen funkční a správně nainstalované bezpečností zařízení zaručí ochranu majetku 
a osob. Je potřeba nastavit určitá vnitřní pravidla a řád. Zejména si vyjasnit pravomoci  
a povinnosti uživatelů. Po dokončení a předání systémů jsem proškolil dvě osoby – 
jednatel a vedoucí výroby, které za obsluhu zařízení EZS a EPS zodpovídají. Tyto osoby 
mají s bezpečnostními systémy určité zkušenosti a jsou schopni proškolit zaměstnance 
podniku. Pohyb zaměstnanců v podniku není nijak omezen, protože  
je kromě systému EZS instalován i kamerový systém CCTV dálkově přístupný ze sídla 
jednatele podniku. 
Jsou nakonfigurovány dva přístupové kódy, odjišťovat a zajišťovat systém mají 
právo opět pouze dvě osoby: 
• jednatel – na místě nebo dálkově 
• vedoucí výroby – pouze na místě 
V případě nepřítomnosti vedoucího výroby, jednatel odjistí objekt zaměstnancům  
na dálku. Klíče od zámků mají vybraní zaměstnanci k dispozici.  
Dále jsou zaměstnanci poučeni nezakrývat PIR detektory žádným zbožím. Toto 
platí zejména ve skladovací části, kde jsou výrobky uskladněny na paletách nad sebou.  
V případě úklidu jsou zaměstnanci povinni opatřit hlásiče EPS kryty, které jsou 
k dispozici u ústředny EPS, a to z důvodu vysoké prašnosti, která během úklidu vzniká. 
Nedodržení tohoto opatření má zpravidla za následek vniknutí prachových částic  
do komory hlásiče a následné vyhlašování poplachů bez příčiny. Objednaný servis 
zařízení EPS musí tyto hlásiče demontovat a provést výměnu, výsledkem je zvýšení 
nákladů za servis. 
V celém objektu platí přísný zákaz kouření! Kouření je povoleno pouze  
na vyhrazených místech mimo budovu. 




3.5 Další rizika a návrhy opatření 
Vzhledem k množství instalovaných detektorů, zálohovaným systémům  
a dvojitému způsobu přenosu je značně sníženo riziko vstupu nepovolaných osob  
do objektu bez vyhlášení poplachu a přenosu k určeným osobám. Nejslabším článkem 
bezpečnostního systému mohou být zejména samotní uživatelé. Nelze vyloučit sabotáž 
ani ze strany zaměstnanců podniku, kteří si mohou „vytvořit cestu“ zakrytím PIR 
detektorů materiálem nebo přelepením čočky. S obtížemi pak provedou sabotáž 
magnetických kontaktů instalovaných na každém okně a vstupu. Zásah do kabeláže 
způsobí poplach a přenos, z tohoto důvodu nebyly instalovány PIR detektory s anti-
maskingem (detektory odolné vůči zakrytí, přelepení nebo zabarvení). Kryt ústředny EZS 
je opatřen tamperem, který se při otevření rozepne a ústředna vyhlásí poplach. 
Jako další vhodné opatření jsem investorovi doporučil instalaci a pravidelné 




ZHODNOCENÍ A ZÁVĚR 
Cílem bakalářské práce bylo navrhnout a realizovat funkční bezpečností systémy 
proti vniku nepovolaných osob do objektu a na požární ochranu. Bylo nutné provést 
bezpečností analýzu podniku, dohodnout se s investorem na režimu, který je v podniku 
zaveden, navrhnout nejvhodnější typ systému, vhodné umístění, provést instalaci, 
zprovoznění, testování a zaškolení uživatelů. Výsledkem jsou dva plně funkční systémy, 
které spolu navzájem komunikují a předávají aktuální stavy uživateli. 
Rozpočet za vybrané zařízení jsem vypracoval na základě koncových cen, včetně 
práce, celková částka lehce překročila 120 000 Kč včetně DPH. Za tuto cenu získá majitel 
podniku přehled o stavu v objektu a dále úsporu na částce, kterou uhradí pojišťovně.  
S investorem byla konzultována možnost instalace detektorů tříštění skla, ale 
v konečné fázi tyto detektory nebyly montovány z důvodu instalace bezpečnostních fólií 
na sklech, přítomnosti magnetických a PIR detektorů, i kvůli poloze oken a v neposlední 
řadě finanční úspoře. Nejpravděpodobnějším způsobem vniknutí do objektu je vypáčení 
oken nebo dveří. Dále investor uvažuje o připojení systémů do IP sítě a ovládání zařízení 
pomocí PC z domu nebo pomocí mobilních aplikací pro chytré telefony. Toto lze zajistit 
doplněním IP modulu do ústředny a připojením do stávajících IP zařízení umístěných 
v racku pod ústřednou EZS. 
Kamerový systém CCTV se vzdáleným přístupem doplňuje instalovaná 
bezpečnostní zařízení EZS a EPS.  Každý poplach nebo poruchu lze vizuálně potvrdit  
a případně dálkově systémy ovládat bez nutnosti obsluhy na místě. Případný záznam lze 
využít pro snadnější a rychlejší identifikaci pachatelů. Pro kamerový systém není 
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CCTV  Closed Circuit Television (uzavřený televizní okruh) 
ČSN  Česká státní norma 
EOL  End-of-Line  
EPS  Elektrická požární signalizace 
EZS  Elektronické zabezpečovací systémy 
GSM  Globální Systém pro Mobilní komunikaci 
LAN  Local Area Network 
LCD  Liquid Crystal Display 
LED  Light emiting Diode 
MW  Microwave sensor 
NC  Normally closed (uzavřený obvod) 
NO  Normally open (otevřený obvod) 
PC  Osobní počítač 
PCO  Pult centrální ochrany 
PIR  Passive infrared sensor 
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Příloha č. 1: Rozpočet 
ZABEZPEČOVACÍ SYSTÉMY (EZS) TYP MJ počet cena MJ 
cena bez 
DPH 
Ústředna EZS, 16 vstupů, 5 
programovatelných výstupů 
SP7000 ks 1 2 702,00 2 702,00 
Expandér pro dalších 8 vstupů ZX8SP ks 1 820,00 820,00 
LCD klávesnice  K32LCD ks 1 2 259,00 2 259,00 
plechový kryt se zdrojem 40 VA 
(včetně tamperu) 
BOX S-40 ks 1 769,00 769,00 
Akumulátor 7Ah UT1270 ks 1 359,00 359,00 
GSM/GPRS komunikátor  PCS250G ks 1 4 199,00 4 199,00 
PIR detektor s dosahem 15 m a 
pohledem pod sebe NEXTPLUS ks 11 336,00 3 696,00 
Kloubový držák na stěnu pro 
PIR detektor DKPIR ks 11 92,00 1 012,00 
MG kontakt miniaturní s 
pracovní mezerou 24mm FM-102 ks 16 52,00 832,00 
MG kontakt povrchový masívní 
s pracovní mezerou 25 mm MET-200 ks 2 209,00 418,00 
Zálohovaná piezo-siréna s 
akustickou a optickou 
signalizací 720WR ks 1 1 020,00 1 020,00 
Sdělovací kabel stíněný 10 žil, 
průřez 0,22 mm2 VARTEC m 360 11,50 4 140,00 
Sdělovací kabel stíněný 4 žíly, 
průřez 0,22 mm2 VARTEC m 150 5,20 780,00 
Oddělovací člen RELÉ pro 
přenos poplachu / poruchy R10K ks 2 520,00 1 040,00 
Kabel s požární odolností JE-
H(St)H 2x2x0,8 2M-kablo m 35 25,00 875,00 
Trasa s požární odolností - 
Příchytka KOPOS 8 mm KOPOS ks 120 4,50 540,00 
Trasa s požární odolností - Vrut 
do betonu KOPOS 6,3x35 KOPOS ks 120 4,40 528,00 
Přívodní kabel 220 V PREKAB m 20 12,20 244,00 
Jistič 6 A na DIN lištu OEZ ks 1 103,00 103,00 
Drobný montážní materiál 
(hmoždinky, lišty, vruty,…) MONTÁŽ kpl 1 1 000,00 1 000,00 
Zakončení kabeláže MONTÁŽ hod 5 500,00 2 500,00 
Montáž zařízení MONTÁŽ hod 25 420,00 10 500,00 
Programování ústředny MONTÁŽ hod 4 980,00 3 920,00 
Cena za materiál [Kč] celkem 44 256,00 
 
     
  
POŽÁRNÍ SIGNALIZACE (EPS)   MJ počet cena MJ 
cena bez 
DPH 
Konvenční ústředna EPS - 8 
smyček 
DCC 8 ks 1 7 800,00 7 800,00 
Akumulátor 18 Ah UT12180 ks 2 1 100,00 2 200,00 
Opticko-kouřové čidlo série 
3000 CT 3000 O ks 18 950,00 17 100,00 
Manuální neadresné tlačítko 
série 3000 CT 3000  ks 4 1 200,00 4 800,00 
Patice pro čidla série 3000 SDB 3000  ks 18 140,00 2 520,00 
Maják se sirénou venkovní VTB 32 DB ks 1 2 050,00 2 050,00 
Požární kabel J-Y(St)Y 1x2x0,8 
červený 2M-kablo m 350 7,00 2 450,00 
Kabel s požární odolností JE-
H(St)H 2x2x0,8 2M-kablo m 20 25,00 500,00 
Trasa s požární odolností - 
Příchytka KOPOS 8mm KOPOS ks 50 4,50 225,00 
Trasa s požární odolností - Vrut 
do betonu KOPOS 6,3x35 KOPOS ks 50 4,40 220,00 
Přívodní kabel 220 V PREKAB m 10 12,20 122,00 
Jistič 6 A na DIN lištu OEZ ks 1 103,00 103,00 
Drobný montážní materiál 
(hmoždinky, lišty, vruty,…) MONTÁŽ kpl 1 1 000,00 1 000,00 
Zakončení kabeláže MONTÁŽ hod 5 500,00 2 500,00 
Montáž zařízení MONTÁŽ hod 22 420,00 9 240,00 
Programování ústředny MONTÁŽ hod 2 980,00 1 960,00 
Kniha EPS EPS Ks 1 250,00 250,00 
Cena za materiál [Kč] celkem 55 040,00 
 
     
      
   
Cena bez DPH 99 296 
 
  
DPH 21% 20 852 
 
  








Příloha č. 2: Požární poplachové směrnice 
POŽÁRNÍ  POPLACHOVÉ  SMĚRNICE 
 
Název a adresa:             xxxxxx, Brno 
 
1. ÚČEL 
Požární poplachové směrnice vymezují povinnosti zaměstnanců v případě vzniku požáru a sledují 
provedení rychlého a účinného zákroku v případě požáru, nehody, živelné pohromy a jiného stavu 
nouze. 
 
2. POVINNOST HLÁSIT POŽÁR 
Každý je povinen ohlásit neodkladně zjištěný požár nebo zabezpečit jeho ohlášení. 
Při požáru volejte tísňové č. tel. :                      150 
V hlášení uveďte:                    kdo volá, č. tel.  ze  kterého voláte,  
                             plnou adresu místa požáru,  co hoří a v které části objektu 
 
3. ZPŮSOB VYHLAŠOVÁNÍ  POŽÁRNÍHO  poplachu 
 
Požární poplach je vyhlašován  :          voláním    H O Ř Í   
 
4. POVINNOSTI  PŘI  VYHLÁŠENÍ  požárního  POPLACHU 
Povinnosti vedoucího a dalších osob požárem ohroženého objektu : 
Ohlásí požár místní ohlašovně požáru HZS a vyhlásí poplach voláním hoří a zajistí, aby osoby, 
které nejsou určeny k hasebním pracím, se nezdržovaly v zasaženém prostoru.  
V případě  nutnosti  zajistí ve spolupráci s určenými zaměstnanci vypnutí elektrické energie, plynu 
a zajistí případné přivolání zdravotní pomoci. Ohrožené osoby se shromáždí na bezpečné místo. 
 
5.  DŮLEŽITÁ  TELEFONNÍ  ČÍSLA 
POKUD TELEFON NEMÁ PŘÍMOU STÁTNÍ LINKU, JE POTŘEBA PŘED ČÍSLY 
VYTOČIT PŘEDVOLBU 
Hasičský záchranný sbor města  - tísňové volání 150       
Záchranná služba 155 
Policie ČR                                                                              158                      
Městská policie 156 
Mezinárodní tísňové číslo  112 
poruchy  - elektrárna  800 225 577 
vodárna      543 212 537 
plyn  1239 
Jednatel organizace  123 456 789 
Externí bezpečnostní technik  987 654 321 
 
 




Příloha č. 3: Projektová dokumentace 
 
