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H εκτίµηση αντικτύπου στην προστασία προσωπικών δεδοµένων (Data 
Protection Impact Assessment). Δικαιοπολιτική θεώρηση ενός καινοτόµου 
εργαλείου προστασίας της ιδιωτικότητας στον 21ο αιώνα 





 Κεντρική θέση στο σύστηµα κανόνων για την προστασία της ιδιωτικότητας 
στον Ευρωπαϊκό χώρο κατέχει ο Γενικός Κανονισµός για την Προστασία Δεδοµένων, 
ο οποίος δηµοσιεύθηκε στις 4.5.20161. Ο Κανονισµός περιλαµβάνει πολλούς 
νεωτερισµούς, µεταξύ των οποίων είναι και η εκτίµηση ή µελέτη αντικτύπου σχετικά 
µε την προστασία δεδοµένων (Data Protection Impact Assessment, DPIA)2. Η 
διαδικασία αυτή δεν προβλεπόταν στην οδηγία 95/46/EK, η οποία αναφορικά µε τις 
επεξεργασίες που ενέχουν ειδικούς κινδύνους για τα δικαιώµατα και τις ελευθερίες των 
φυσικών προσώπων προέβλεπε ότι πρέπει αυτές να ελέγχονται πριν από την έναρξη 
της λειτουργίας τους, από την εθνική αρχή ελέγχου (άρθρο 20). 
Η εκτίµηση αντικτύπου αποτελεί µια συστηµατική διαδικασία για την αξιολόγηση 
των ενδεχόµενων κινδύνων για την προστασία δεδοµένων των φυσικών προσώπων 
όσον αφορά ένα σχεδιαζόµενο σύστηµα επεξεργασίας δεδοµένων και την εύρεση 
τρόπων µετριασµού των κινδύνων ή πρόληψης αρνητικών συνεπειών3. Η διαδικασία 
αυτή εµπνέεται από τη θετική εµπειρία της εκτίµησης περιβαλλοντικών, ρυθµιστικών 
                                                             
1 ΕΕ L 191/1, 4.5.2016, σελ. 1-88. Βλ. Ι. Ιγγλεζάκη, Ο Γενικός Κανονισµός Προστασίας Προσωπικών 
Δεδοµένων (Κανονισµός 2016/679), εκδ. Interactive Books, (γ΄ εκδ.) 2020· Λ. Κανέλλου, The GDPR 
Handbook, 2020· Λ. Μήτρου, Ο γενικός κανονισµός προστασίας προσωπικών δεδοµένων. Νέο δίκαιο – 
νέες υποχρεώσεις – νέα δικαιώµατα, εκδ. Σάκκουλα, 2017· Φ. Παναγοπούλου-Κουτνατζή, Ο Γενικός 
Κανονισµός για την Προστασία Δεδοµένων 679/2016/ΕΕ. Εισαγωγή και Προστασία δεδοµένων, εκδ. 
Σάκκουλα, 2017· Λ. Κοτσαλή/Κ. Μενουδάκο (επιµ.), Γενικός Κανονισµός για την Προστασία των 
Προσωπικών Δεδοµένων. Νοµική διάσταση και πρακτική εφαρµογή, 2018. 
2 Βλ. Λ. Μήτρου, Ο γενικός κανονισµός προστασίας προσωπικών δεδοµένων, ό.π., σελ. 100 επ. 
3 Βλ. D. Wright, Should Privacy Impact Assessments Be Mandatory?, Communications of the ACM, 
July 2011, vol. 54, No. 8, σελ. 121 επ. (123). 
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και κοινωνικών επιπτώσεων που άρχισαν τη δεκαετία του ’604, κυρίως, όµως, η 
σύλληψή της ανατρέχει στην περίοδο 1995 – 2015, όπου βρήκε εφαρµογή σε χώρες 
του κοινοδικαίου (common law), όπως η Αυστραλία, ο Καναδάς, η Ν. Ζηλανδία, η 
Βρετανία και οι ΗΠΑ5. Έτσι, µπορούµε να πούµε ότι ο θεσµός της εκτίµησης 
αντικτύπου προϋπήρχε της θέσπισής του στον Κανονισµό 2016/679, ωστόσο, στις 
χώρες που χρησιµοποιήθηκε, εφαρµόσθηκε µε διαφορετική µεθοδολογία6. 
Με βάση τον ΓΚΠΔ, η εκτίµηση αντικτύπου είναι υποχρεωτική7, όταν ένα είδος 
επεξεργασίας, ιδίως µε χρήση νέων τεχνολογιών και συνεκτιµώντας τη φύση, το πεδίο 
εφαρµογής, το πλαίσιο και τους σκοπούς της επεξεργασίας, ενδέχεται να επιφέρει 
υψηλό κίνδυνο για τα δικαιώµατα και τις ελευθερίες των φυσικών προσώπων. 
Μπορούµε, δε, να πούµε ότι η εισαγωγή της ως ένα υποχρεωτικό µέτρο κατέστη 
αναγκαία, λόγω της κατάργησης της υποχρέωσης γνωστοποίησης στην εποπτική αρχή 
της επεξεργασίας και προηγούµενου ελέγχου των επεξεργασιών που ενέχουν ειδικούς 
κινδύνους για τα δικαιώµατα και τις ελευθερίες των φυσικών προσώπων8. 
 
ΙΙ. Ιστορία του θεσµού 
Η διαδικασία της εκτίµησης αντικτύπου σχετικά µε την προστασία δεδοµένων 
αναπτύχθηκε, όπως προαναφέρθηκε, στα µέσα της δεκαετίας του ’90, µε διαφορετική 
µορφή από αυτήν του άρθρου 33 του Κανονισµού, ήτοι ως εκτίµηση επιπτώσεων στην 
προστασία της ιδιωτικής ζωής (privacy impact assessment, PIA), δηλ. ως µια εκτίµηση 
                                                             
4 Βλ. P. De Hert/V. Papakonstantinou, The proposed data protection regulation replacing Directive 
95/46/EC : a sound system for the protection of individuals, CLSR 28 (2012), σελ. 140. Για τη διαδικασία 
της εκτίµησης περιβαλλοντικών επιπτώσεων βλ. Ευ. Κουτούπα-Ρεγκάκου, Η διοικητική διαδικασία 
εκτίµησης των περιβαλλοντικών επιπτώσεων, εκδ. Σάκκουλα 1995. 
5 Βλ. D. Wright, ό.π., σελ. 123. 
6 Βλ. ό.π. 
7 Η µη συµµόρφωση µε την υποχρέωση διενέργειας εκτίµησης αντικτύπου επιφέρει συνέπειες, δηλ. 
διοικητικά πρόστιµα και αποζηµίωση, βλ. σχετ. Ιγγλεζάκη, Ο Γενικός Κανονισµός προστασίας 
Προσωπικών Δεδοµένων, (γ΄εκδ.) 2020, σελ. 256. Επίσης, βλ. 
https://www.dpa.gr/portal/page?_pageid=33,223264&_dad=portal&_schema=PORTAL  
8 Βλ. άρθρο 20 της οδηγίας 95/46/ΕΚ. Στην Ελλάδα, η υποχρέωση αυτή µεταφέρθηκε στο ν. 2472/1997 
ως υποχρέωση λήψης άδειας από την Αρχή Προστασίας Δεδοµένων Προσωπικού Χαρακτήρα σε σχέση 
µε την επεξεργασία ευαίσθητων δεδοµένων (άρθρο 7 ν. 2472/1997), τη διασύνδεση αρχείων µε 
ευαίσθητα δεδοµένα (άρθρο 8 παρ. 3 ν. 2472/1997) και τη διασυνοριακή ροή δεδοµένων προς τρίτη 
χώρα (άρθρο 9 παρ. 2 ν. 2472/1997). 
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των ενδεχοµένων κινδύνων για την ιδιωτική ζωή που µπορεί να έχει µια συγκεκριµένη 
δραστηριότητα ή σχέδιο για την ανάπτυξη ενός έργου πληροφορικής9. Η διαδικασία 
αυτή ωρίµασε το διάστηµα µεταξύ 1995 και 2005, ωστόσο, η ιδέα πρωτοεµφανίσθηκε 
τη δεκαετία του 197010, ενώ στη βιβλιογραφία αναφέρεται ότι έχει βρει εφαρµογή ήδη 
το 199211. Μια από τις πρώτες χρήσεις του όρου αυτού αναφέρεται σε ένα έγγραφο της 
Επιτροπής Δικαιοσύνης του Καναδά, στο οποίο προτείνεται η εκτίµηση επιπτώσεων 
στην προστασία της ιδιωτικής ζωής12. 
 Ο λόγος για τον οποίο εξελίχθηκε η εκτίµηση αντικτύπου, σύµφωνα µε τους 
θεωρητικούς της προστασίας δεδοµένων, συνίσταται στο γεγονός ότι όσοι επενδύουν 
σε τεχνολογίες που προβαίνουν σε επεξεργασία προσωπικών δεδοµένων οφείλουν να 
αναγνωρίζουν τις συνέπειες που έχουν αυτές και την επιρροή που ασκούν σε µεγάλη 
µερίδα ενδιαφεροµένων. Έτσι, ο πιο αποτελεσµατικός τρόπος να αποδείξουν ότι 
εκτιµούν το γεγονός αυτό είναι να συντάξουν και να δηµοσιεύσουν εκτιµήσεις 
αντικτύπου σε σχέση µε την ιδιωτική ζωή των ενδιαφερόµενων προσώπων13.  
Το πεδίο εφαρµογής της εκτίµησης αντικτύπου στην προστασία δεδοµένων 
εκτείνεται σε περιπτώσεις όπου απαιτείται να γίνει αξιολόγηση των κινδύνων από τις 
νέες τεχνολογίες ή τη σύγκλιση υπαρχουσών τεχνολογιών (π.χ., ηλεκτρονική 
τιµολόγηση διοδίων, αναγνώριση καλούσας γραµµής, έξυπνες κάρτες κλπ.), ή να γίνει 
αξιολόγηση κινδύνων εκεί όπου µια τεχνολογία ήδη γνωστή χρησιµοποιείται σε νέες 
περιστάσεις (π.χ., χρήση βάσεων δεδοµένων για ταυτοποίηση προσώπων, 
εγκατάσταση συστηµάτων κλειστού κυκλώµατος τηλεόρασης) ή, τέλος, να 
αξιολογηθούν οι κίνδυνοι ενός νέου έργου πληροφορικής ή µιας αλλαγής στην 
πρακτική της επεξεργασίας δεδοµένων που δύναται να επιφέρει  σηµαντικούς 
                                                             
9 Βλ. P. De Hert/V. Papakonstantinou, The proposed data protection regulation, σελ. 140. 
10 Βλ. R. Clarke, Privacy Impact Assessments, <http://www.rogerclarke.com/DV/PIA.html>. 
11 Ε. Longworth, Notes on Privacy Impact Assessments' Privacy Issues Forum, Christchurch, NZ, 13 
June 1996, NZPC 1997. 
12 Βλ. D. Flaherty, Protecting Privacy in Surveillance Societies, University of North Carolina Press, 
1989, 277-278. 
13 Βλ. R. Clarke, Smart Move by the Smart Card Industry, 1996, 
<http://www.rogerclarke.com/DV/SMSC.html>. 
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κινδύνους στην ιδιωτική ζωή (π.χ., ενοποίηση όλων των δηµόσιων µητρώων σε ένα 
κοκ.)14. 
Στην επιστήµη υπάρχει, περαιτέρω, συµφωνία ότι η εκτίµηση επιπτώσεων στην 
προστασία δεδοµένων δεν ταυτίζεται µε τον έλεγχο συµµόρφωσης, µε τον οποίο 
διερευνάται αν ένας οργανισµός ή µια επιχείρηση που κάνει επεξεργασία δεδοµένων 
συµµορφώνεται µε την ισχύουσα νοµοθεσία. Αντιθέτως, η εκτίµηση αντικτύπου 
εµφιλοχωρεί κατά το στάδιο σχεδιασµού των εφαρµογών πληροφορικής και αφορά 
επιλογές που γίνονται στο στάδιο αυτό, δηλ. πριν από την υλοποίησή τους15.  
Η διαδικασία της εκτίµησης επιπτώσεων χρησιµοποιήθηκε από µεγάλες 
πολυεθνικές επιχειρήσεις, όπως η Vodafone, η Siemens και η Nokia, ωστόσο, δεν έχει 
γίνει γνωστό σε ποια έκταση χρησιµοποιήθηκε και από ποιες συγκεκριµένα 
επιχειρήσεις16. Περισσότερο αναλυτικά στοιχεία έχουν γίνει γνωστά για τη νοµική 
αναγνώριση της διαδικασίας αυτής από δηµόσιες υπηρεσίες και οργανισµούς. 
 Έτσι, στο Ην. Βασίλειο δηµοσιεύθηκε τον Δεκέµβριο του 2007 εγχειρίδιο για 
τη διενέργεια εκτίµησης αντικτύπου στην προστασία της ιδιωτικής ζωής, ενώ µια 
δεύτερη έκδοση του εγχειριδίου δηµοσιεύθηκε τον Ιούνιο του 200917. Στο εγχειρίδιο 
αυτό αναφέρεται ότι λόγω του ότι οι οργανισµοί διαφέρουν σε µέγεθος και όσον αφορά 
την έκταση στην οποία οι δραστηριότητές τους επεµβαίνουν στην ιδιωτική ζωή 
προσώπων και την εµπειρία τους σχετικά µε την προστασία δεδοµένων, είναι αδύνατον 
να συνταχθεί ένας οδηγός για όλους τους οργανισµούς και για αυτό, προτείνει κάθε 
οργανισµός πρέπει να αναπτύξει µια διαδικασία εκτίµησης προσαρµοσµένη στις 
ιδιαιτερότητές του. Παρ’ όλα αυτά, ο Επίτροπος στο εγχειρίδιο αυτό παρέχει οδηγίες 
σχετικά µε τους σκοπούς της εκτίµησης αντικτύπου και τις πέντε φάσεις που πρέπει να 
                                                             
14 Βλ. B. Stewart, Privacy Impact Assessments, Privacy Law and policy Reporter, 1996, 
<http://www.austlii.edu.au/au/journals/PLPR/1996/39.html >. 
15 Βλ. Stewart, Privacy Impact Assessments, ό.π.· D. Wright, ό.π., σελ. 123· Clarke, Privacy Impact 
Assessments, ό.π. 
16 Βλ. D. Wright, ό.π., σελ. 123. 
17 Βλ. Information Commissioner’s Office (ICO), Privacy Impact Assessment Handbook, Version 2.0, 
June 2009. 
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διαρκεί η διαδικασία αυτή, ήτοι α) προκαταρκτική φάση, β) προετοιµασία, γ) 
διαβούλευση και ανάλυση, δ) τεκµηρίωση, ε) αναθεώρηση και έλεγχος. 
 Στον Καναδά, το 2002, προβλέφθηκε ως υποχρεωτική η διενέργεια εκτίµησης 
αντικτύπου από τις δηµόσιες αρχές, αν και όχι για τους ιδιώτες18, ενώ το 2010 εκδόθηκε 
οδηγία για την εκτίµηση αντικτύπου που προβλέπει ότι αυτή πρέπει να διενεργείται 
αναφορικά µε κάθε κυβερνητική πρωτοβουλία που δύναται να επιφέρει κίνδυνο στην 
ιδιωτική ζωή και ότι πρέπει να δίδεται στο Γραφείο του Επιτρόπου Ιδιωτικότητας προς 
έλεγχο και σχολιασµό, επιπλέον δε, οι περιλήψεις όλων των εκτιµήσεων αντικτύπου 
να δηµοσιεύονται στην ιστοσελίδα του εκάστοτε φορέα της κυβέρνησης19. 
 Οι διαδικασίες αυτές, όπως εφαρµόστηκαν ιδίως στο Ην. Βασίλειο και τη Ν. 
Ζηλανδία20, θεωρείται ότι παρέχουν τα εξής πλεονεκτήµατα: α) διαπιστώνονται µε 
ακρίβεια οι κίνδυνοι για την προστασία της ιδιωτικής ζωής, έτσι, δε, αποφεύγονται οι 
παρερµηνείες από τα ΜΜΕ και το κοινό και µειώνεται το ενδεχόµενο να απορριφθεί 
ένα έργο, β) το κόστος είναι χαµηλότερο όταν εγκαίρως διαπιστώνονται οι κίνδυνοι, 
παρά όταν συµβεί σε ένα µεταγενέστερο στάδιο, γ) είναι καλύτερο να προτείνονται 
λύσεις σε ένα πρώιµο στάδιο και όχι αργότερα, διότι τότε µπορεί να µην είναι δυνατές 
βελτιώσεις ή να έχουν υψηλό κόστος, δ)  είναι θετικό για τη φήµη ενός οργανισµού να 
διενεργεί έλεγχο εκτίµησης αντικτύπου, καθώς δείχνει ότι σέβεται την ιδιωτική ζωή, ε) 
ο οργανισµός πληροφορείται τις απόψεις των ενδιαφερόµενων µερών και 
συνακόλουθα, βελτιώνεται ο σχεδιασµός της εφαρµογής, στ) γίνεται στάθµιση των 
αντιτιθέµενων συµφερόντων, ζ) βελτιώνεται η ασφάλεια δεδοµένων κοκ. 
 Ο αντίλογος στις διαδικασίες εκτίµησης αντικτύπου συνίσταται στο ότι 
προσθέτουν γραφειοκρατικά εµπόδια και µπορεί να καθυστερήσουν την υλοποίηση 
ενός έργου. Ωστόσο, αυτές οι αντιρρήσεις δεν είναι βάσιµες, διότι, όταν η εκτίµηση 
αντικτύπου διενεργείται σε ένα αρχικό στάδιο, βοηθά στην εξοικονόµηση χρόνου και 
                                                             
18 Βλ. Office of the Privacy Commissioner of Canada, Privacy Impact Assessments, 
<https://www.priv.gc.ca/en/privacy-topics/privacy-impact-assessments/>. 
19 Βλ. <http://www.tbs-sct.gc.ca/pol/doc-eng.aspx?id=18308>. 
20 Βλ. ICO,  PIA Handbook, ό.π., New Zealand Office of the Privacy Commissioner, Privacy Impact 
Assessment Handbook, <https://privacy.org.nz/news-and-publications/guidance-resources/privacy-
impact-assessment-handbook/>. 
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χρήµατος, καθώς εάν προβληθούν αργότερα αντιρρήσεις στο έργο, για λόγους που 
αφορούν ζητήµατα προστασίας δεδοµένων, τότε µπορεί να καθυστερήσει σηµαντικά η 
υλοποίησή του21. 
 Διεθνώς, ωστόσο, µε εξαίρεση τον Καναδά, η διαδικασία εκτίµησης 
επιπτώσεων στην προστασία της ιδιωτικής ζωής βρήκε περιορισµένη εφαρµογή. 
Σηµειώνεται, πάντως ότι στις ΗΠΑ εκδόθηκε το 2002 ο νόµος για την ηλεκτρονική 
διακυβέρνηση, ο οποίος προβλέπει την υποχρεωτική διενέργεια εκτίµησης αντικτύπου 
στην ιδιωτική ζωή πριν από τη ανάπτυξη ή προµήθεια συστήµατος επεξεργασίας 
προσωπικών δεδοµένων22. 
Και ο Διεθνής Οργανισµός Τυποποίησης (ISO) κατήρτισε πρότυπο για την 
εκτίµηση επιπτώσεων στην προστασία της ιδιωτικής ζωής σε σχέση µε τις 
χρηµατοοικονοµικές υπηρεσίες. Σε αυτό περιγράφεται γενικά η διαδικασία της 
εκτίµησης αντικτύπου, γενικώς, καθορίζονται τα κοινά και απαραίτητα στοιχεία ενός 
τέτοιου ελέγχου και παρέχονται οδηγίες23. 
Στην ΕΕ, η πρώτη αναφορά στη διαδικασία αυτή γίνεται στη Σύσταση της 
Επιτροπής της 12.5.2009 «για την εφαρµογή αρχών προστασίας της ιδιωτικής ζωής και 
των δεδοµένων στις εφαρµογές που υποστηρίζονται από ραδιοσυχνική αναγνώριση». 
Στη Σύσταση αυτή προβλέπεται ότι οι φορείς εκµετάλλευσης, δηλ. το φυσικό ή νοµικό 
πρόσωπο, δηµόσια αρχή ή υπηρεσία ή άλλος οργανισµός που καθορίζει τους σκοπούς 
και τα µέσα εκµετάλλευσης µιας εφαρµογής RFID, συµπεριλαµβανοµένων και των 
υπεύθυνων επεξεργασίας που χρησιµοποιούν µια τέτοια εφαρµογή, αναπτύσσουν ένα 
πλαίσιο εκπόνησης εκτιµήσεων των επιπτώσεων στην προστασία της ιδιωτικής ζωής 
και των δεδοµένων που πρέπει να υποβληθεί προς έγκριση στην οµάδα εργασίας του 
άρθρου 29 για την προστασία δεδοµένων.  
                                                             
21 Βλ. D. Wright, ό.π., σελ. 127. 
22 Βλ. E-Government Act of 2002, Public Law 107-347, section 208, 
<https://www.gpo.gov/fdsys/pkg/PLAW-107publ347/pdf/PLAW-107publ347.pdf>. 
23 Βλ. International Organization for Standardization, ISO 22307:2008, Financial services -- Privacy 
impact assessment, <https://www.iso.org/standard/40897.html>. 
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Σε συνέχεια αυτής, εκδόθηκε η Πρόταση του κλάδου για ένα πλαίσιο 
εκπόνησης αντικτύπου των επιπτώσεων στην προστασία της ιδιωτικής ζωής και των 
προσωπικών δεδοµένων για τις εφαρµογές RFID24. Η οµάδα εργασίας του άρθρου 29, 
αφού µελέτησε το πλαίσιο αυτό, κάλεσε τον κλάδο να προτείνει αναθεωρηµένο 
πλαίσιο εκπόνησης εκτιµήσεων των επιπτώσεων στην προστασία της ιδιωτικής ζωής 
και των δεδοµένων και ενθάρρυνε τον κλάδο να αξιοποιήσει την εµπειρογνωσία του 
Ευρωπαϊκού Οργανισµού για την Ασφάλεια Δικτύων και Πληροφοριών (ENISA) όσον 
αφορά το ζήτηµα της αξιολόγησης κινδύνων25. Ο εν λόγω Οργανισµός δηµοσίευσε 
ανεξάρτητη γνώµη το Μάρτιο του 2010 µε συστάσεις για βελτίωση του προτεινόµενου 
πλαισίου26. Πράγµατι, ο κλάδος κατάρτισε νέο πλαίσιο εκτίµησης επιπτώσεων, το 
οποίο υποβλήθηκε προς έγκριση στις 12.1.2011, στην οµάδα εργασίας του άρθρου 29, 
η οποία εξέδωσε τη Γνώµη 9/2011, µε την οποία ενέκρινε το αναθεωρηµένο πλαίσιο 
που υποβλήθηκε στις 12 Ιανουαρίου 2011.  
Περαιτέρω, η οµάδα εµπειρογνωµόνων 2 της οµάδας ειδικών καθηκόντων για 
τα ευφυή ηλεκτρικά δίκτυα (Smart Grid task Force 2012-14) εκπόνησε ένα υπόδειγµα 
εκτίµησης επιπτώσεων προστασίας δεδοµένων (ΕΕΠΔ) για τα ευφυή δίκτυα27. H 
οµάδα εργασίας του άρθρου 29 διαπίστωσε συγκεκριµένα προβλήµατα στο υπόδειγµα 
ΕΕΠΔ και κάλεσε την Επιτροπή να το βελτιώσει28. Ακολούθως, η Επιτροπή συνέταξε 
δεύτερο σχέδιο υποδείγµατος και το υπέβαλε στην οµάδα εργασίας του άρθρου 29, η 
οποία αναγνώρισε το έργο που επιτέλεσε η εν λόγω οµάδα εµπειρογνωµόνων, ωστόσο, 
παρατήρησε ότι υπάρχουν ακόµα, ασαφή σηµεία σε αυτό29. 
                                                             
24 Industry Proposal Privacy and Data Protection Impact Assessment Framework for RFID Applications, 
March 31, 2010. 
25  Βλ. Οµάδα εργασίας άρθρου 29, Γνώµη 5/2010. 
26 http://www.enisa.europa.eu/media/news-items/enisa-opinion-on-pia, Γνώµη του ENISA σχετικά µε 
την πρόταση του κλάδου για ένα πλαίσιο εκπόνησης εκτιµήσεων των επιπτώσεων στην προστασία της 
ιδιωτικής ζωής και των δεδοµένων για τις εφαρµογές RFID της 31ης Μαρτίου 2010. 
27 Data Protection Impact Assessment Template for Smart Grid and Smart Metering systems, 
<https://ec.europa.eu/energy/sites/ener/files/documents/2014_dpia_smart_grids_forces.pdf>. 
28 Γνώµη 4/2013 σχετικά µε το υπόδειγµα για την εκτίµηση των επιπτώσεων της προστασίας δεδοµένων 
όσον αφορά τα ευφυή δίκτυα και τα ευφυή συστήµατα µέτρησης («υπόδειγµα ΕΕΠΔ») το οποίο 
εκπόνησε η οµάδα εµπειρογνωµόνων 2 της οµάδας ειδικών καθηκόντων της Επιτροπής για τα ευφυή 
ηλεκτρικά δίκτυα, 22.4.2013. 
29 Βλ. Γνώµη 07/2013 σχετικά µε το υπόδειγµα για την εκτίµηση των επιπτώσεων της προστασίας 
δεδοµένων όσον αφορά τα ευφυή δίκτυα και τα ευφυή συστήµατα  µέτρησης («υπόδειγµα ΕΕΠΔ») το 
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 Βεβαίως, η εκτίµηση επιπτώσεων σχετικά µε την προστασία δεδοµένων (DPIA) 
βάσει του άρθρου 35 του Κανονισµού 2016/679 διαφέρει από την εκτίµηση 
επιπτώσεων στην προστασία της ιδιωτικής ζωής (PIA), καθώς µε τη δεύτερη 
διερευνώνται οι ευρύτερες επιπτώσεις που µπορεί να έχει η επεξεργασία δεδοµένων 
προσωπικού χαρακτήρα στην ιδιωτική ζωή, ενώ η πρώτη έχει πιο στενό πεδίο 
εφαρµογής και αφορά τον έλεγχο συµµόρφωσης µε τις οικείες διατάξεις του 
Κανονισµού (άρθρα 35 & 36)30.  
 
ΙΙΙ. Δικαιοπολιτική θεώρηση 
Η προστασία δεδοµένων στον 21ο αιώνα, στην εποχή των µεγαδεδοµένων (big 
data)31 και της παγκοσµιοποίησης της επεξεργασίας δεδοµένων, βρίσκεται µπροστά σε 
µια αποφασιστική καµπή, καθώς έχει να αντιµετωπίσει σηµαντικές προκλήσεις που 
απαιτούν νέα ρυθµιστικά εργαλεία. Ο όγκος των δεδοµένων που συλλέγουν και 
επεξεργάζονται οι επιχειρήσεις και οι φορείς του δηµοσίου τοµέα έχει αυξηθεί 
εκθετικά, ενώ παράλληλα µειώνεται το κόστος για την αποθήκευση και επεξεργασία 
δεδοµένων. Από τις δραστηριότητες του σύγχρονου ανθρώπου, ο οποίος χρησιµοποιεί 
την ψηφιακή τεχνολογία, παράγεται πλήθος δεδοµένων. Ειδικότερα, δε, από τα ίχνη 
του κατά τη χρήση ηλεκτρονικών επικοινωνιών, από τις διαδικτυακές του αναζητήσεις 
και τις επισκέψεις σε δικτυακούς τόπους, από τα δεδοµένα κίνησης και δεδοµένα GPS, 
τη χρήση φορητών συσκευών κοκ. παράγεται πλήθος δεδοµένων32. Τα δεδοµένα αυτά 
καταγράφονται από αισθητήρες, κεραίες, εφαρµογές, κάµερες, ιατρικές συσκευές κλπ. 
                                                             
οποίο εκπόνησε η οµάδα εµπειρογνωµόνων 2  της οµάδας ειδικών καθηκόντων της Επιτροπής για τα 
ευφυή ηλεκτρικά δίκτυα. 
30 Βλ. N. v. Dijk/R. Gellert/K. Rommetveit, A risk to a right? Beyond data protection risk assessments, 
CLSR 2016, 287. Επίσης,  T. Payton/T. Claypoole, Privacy in the Age of Big Data, Rowmann & 
Littlefield 2014. 
31 Βλ. αντί άλλων V. Schönberder/K.Cukier, Big Data: A Revolution That Will Transform How We Live, 
Work, and Think, 2014. 
32 Βλ. O. Tene/J. Polonetsky, Big Data for All: Privacy and User Control in the Age of Analytics, 
Northwestern Journal of Technology and Intellectual Property, vol. 11, issue 5, 2013, σελ. 240 και επ. 
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και διαβιβάζονται στο διαδίκτυο και σε αποµακρυσµένους υπολογιστές µέσω 
ασύρµατων ή ενσύρµατων δικτύων33. 
Η επεξεργασία και αποθήκευση δεδοµένων λαµβάνει χώρα στο υπολογιστικό 
νέφος (cloud computing), δηλ. µε τη διάθεση υπολογιστικών πόρων από απόσταση και, 
ως εκ τούτου, τα δεδοµένα εκφεύγουν από κάθε έλεγχο34, ενώ µε την εξόρυξη 
δεδοµένων (data mining) συνάγονται πρόσθετες πληροφορίες µε την ανάλυση µεγάλου 
αριθµού δεδοµένων. Περαιτέρω, µε την τεχνολογία του διαδικτύου των πραγµάτων 
(Internet of Things) διασυνδέονται οι συσκευές και τα αντικείµενα της 
καθηµερινότητας (κινητά τηλέφωνα, συσκευές που φοριούνται, ψυγεία, πλυντήρια 
κλπ.), µε αποτέλεσµα να έχουµε τη δηµιουργία εφαρµογών όπως το «έξυπνο σπίτι» ή 
οι «έξυπνες πόλεις» κλπ.35 Όµως, όταν µέσω της επεξεργασίας πληροφοριών 
δηµιουργούνται προφίλ των χρηστών των εφαρµογών αυτών, αυξάνεται η δυνατότητα 
επιτήρησης του ατόµου36. 
 Παρά τα σηµαντικά κοινωνικά οφέλη από τη µετάβαση στην ψηφιακή εποχή και 
την επεξεργασία τεράστιου όγκου πληροφοριών µε τις σύγχρονες τεχνολογίες, οι 
κίνδυνοι για τα προσωπικά δεδοµένα και την ιδιωτική ζωή των φυσικών προσώπων 
αυξάνονται, τη στιγµή που το παλαιό ρυθµιστικό πλαίσιο – το οποίο ανατρέχει σε µια 
εποχή που δεν υπήρχε διαδίκτυο και οι σύγχρονες τεχνολογίες – δεν µπορούσε να 
ανταποκριθεί στις σύγχρονες προκλήσεις. Όπως έχει ορθώς επισηµανθεί, η οδηγία 
95/46/ΕΚ, η οποία αποτελεί τη µήτρα των εθνικών νοµοθεσιών στην Ευρώπη, είχε 
σαφείς ανεπάρκειες, για το λόγο ότι είχε τυποκρατικό χαρακτήρα, εµµένοντας σε 
γραφειοκρατικές διαδικασίες, όπως είναι η γνωστοποίηση και η λήψη άδειας για την 
επεξεργασία δεδοµένων και η ρύθµιση της διασυνοριακής ροής δεδοµένων, αλλά και 
                                                             
33 Βλ. Σ. Τάσση, Τεχνολογία και ιδιωτικότητα, σε: Κοτσαλή (επιµ.), Προσωπικά δεδοµένα, σελ. 331. 
34 Βλ. Ε. Σµυρνάκη, Υπολογιστικό Νέφος (Cloud) και Προσωπικά Δεδοµένα - Γενικός Κανονισµός 
Προστασίας Δεδοµένων 679/2016, Pro Justitia, 2016, 254 επ. 
35 Βλ. L. Edwards, Privacy, security and data protection in smart cities: a critical EU law perspective, 
CREATe Working Paper Series DOI: 10.5281/zenodo.34501. 
36 Βλ., λ.χ., J. H. Ziegeldorf/O. G. Morchon/K. Wehrle, Privacy in the Internet of Things: Threats and 
Challenges, Security and Communication Networks 7.12 (2014), 2728-2742. 
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για το ότι στο κείµενο της γίνεται χρήση αορίστων και ασαφών εννοιών που 
συσκοτίζουν την εφαρµογή της νοµοθεσίας που εκδόθηκε σε υλοποίησή της37.  
Οι ανεπάρκειες αυτές της οδηγίας, καθώς και οι εξελίξεις στην τεχνολογία και την 
οικονοµία38, οδήγησαν στην κατάθεση από την Επιτροπή της ΕΕ στις 25.1.2012 
Πρότασης Κανονισµού για την προστασία των φυσικών προσώπων έναντι της 
επεξεργασίας δεδοµένων προσωπικού χαρακτήρα και για την ελεύθερη κυκλοφορία 
των δεδοµένων αυτών39. Μετά από πολυετείς διαβουλεύσεις, ο Κανονισµός 
υιοθετήθηκε την 27.4.2016 και τέθηκε σε ισχύ την 25 Μαΐου 201840. 
Ωστόσο, ακόµα και µετά την κατάθεση της πρότασης του Κανονισµού για την 
προστασία δεδοµένων συνεχίσθηκε η κριτική στο σύστηµα προστασίας δεδοµένων της 
ΕΕ. Συγκεκριµένα, υποστηρίχθηκε ότι η νοµοθεσία στον τοµέα αυτό στηρίζεται σε 
σαθρά θεµέλια, διότι η νοµοθεσία και η ερµηνεία της από τα δικαστήρια δεν βρίσκει 
παρά µικρή εφαρµογή στην πράξη και διότι υπερεκτιµάται η σηµασία του ελέγχου επί 
των προσωπικών δεδοµένων, καθώς στην πράξη, η συγκατάθεση δίδεται από τους 
χρήστες δίχως καµία περίσκεψη, προκειµένου να εγγραφούν σε διαδικτυακές και άλλες 
ηλεκτρονικές υπηρεσίες και εφαρµογές και να κάνουν χρήση τους, δωρεάν41. 
Κατά την άποψή µας, η κριτική αυτή έχει βάση µόνο όσον αφορά την οδηγία 95/46. 
Και τούτο, διότι µε τον Κανονισµό 2016/679 η προστασία των προσωπικών δεδοµένων 
των φυσικών προσώπων τίθεται σε νέα βάση και για το λόγο αυτό αναµένεται να 
βελτιωθεί ο βαθµός κανονιστικής συµµόρφωσης τόσο όσον αφορά τους ιδιώτες, όσο 
και τον δηµόσιο τοµέα. 
Κριτική στην πολιτική προστασίας δεδοµένων της ΕΕ έχει ασκηθεί και από τη 
θεώρηση που τονίζει ότι, στη σύγχρονη οικονοµική πραγµατικότητα, η πληροφορία 
βρίσκεται στον πυρήνα της οικονοµίας της αγοράς που προϋποθέτει την ελεύθερη 
                                                             
37 Βλ. Λ. Μήτρου, Ο γενικός κανονισµός προστασίας προσωπικών δεδοµένων, εκδ. Σάκκουλα, 2017, 
σελ. 21. 
38 Βλ. Ανακοίνωση της Επιτροπής, Διασφάλιση της ιδιωτικής ζωής σε έναν συνδεδεµένο κόσµο. 
Ευρωπαϊκό πλαίσιο προστασίας δεδοµένων για τον 21ο αιώνα, COM(2012) 9 final. 
39 Βλ. COM (2012) 11 final. 
40 ΕΕ L 119/1, της 4.5.2016. 
41 Βλ. N.-J. Koops, The Trouble with European Data Protection Law, Tilburg Law School Legal Studies 
Research Paper Series No. 04/2015, <http://ssrn.com/abstract=2505692>. 
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πρόσβαση σε αυτήν, η δε ελεύθερη ροή πληροφοριών έχει αυξήσει την 
παραγωγικότητα και την οικονοµική αποτελεσµατικότητα, ενώ το νοµικό καθεστώς 
της προστασίας δεδοµένων παρεµβάλει εµπόδια στην ελεύθερη κυκλοφορία των 
δεδοµένων και αυξάνει το κόστος συναλλαγής42. Σύµφωνα µε την άποψη αυτή, η 
νοµοθεσία της προστασίας δεδοµένων περιορίζει τον ανταγωνισµό και δηµιουργεί 
εµπόδια στο εµπόριο και σε νεοεισερχόµενους στον ανταγωνισµό και τις µικρές 
επιχειρήσεις που περιέρχονται σε µειονεκτική θέση, εξαιτίας των περιορισµών της 
νοµοθεσίας περί προστασίας δεδοµένων. 
Η µεταρρύθµιση του δικαίου της προστασίας δεδοµένων στην ΕΕ, κατά την άποψή 
µας, έχει καταστήσει αυτή την κριτική αβάσιµη, διότι στον Κανονισµό 2016/679 δεν 
προβλέπεται γνωστοποίηση της επεξεργασίας στην εποπτική αρχή και διαδικασία 
προληπτικού ελέγχου, όπως στην οδηγία 95/46, ενώ το κόστος της συµµόρφωσης µε 
τις διατάξεις του Κανονισµού δεν επιβαρύνει σηµαντικά τις επιχειρήσεις, οι 
διαδικασίες ελέγχου της συµµόρφωσης γίνονται εσωτερική υπόθεση των επιχειρήσεων 
και οργανισµών που δραστηριοποιούνται στην Ένωση. Άλλωστε, η µείωση του 
κόστους που συνεπάγεται για ιδιωτικούς και δηµόσιους φορείς η εφαρµογή της 
νοµοθεσίας περί προστασίας δεδοµένων και η αναποτελεσµατικότητα του παλαιότερου 
αυτού µοντέλου, ήταν ένας από τους διακηρυγµένους λόγους για την αντικατάσταση 
της οδηγίας 95/46 από τον νέο Κανονισµό43. Ο Γενικός Κανονισµός αποφέρει 
σηµαντικά οφέλη στις επιχειρήσεις µε την εγκατάλειψη του µοντέλου του προληπτικού 
ελέγχου και την απλούστευση των διαδικασιών ελέγχου της συµµόρφωσης µε τις 
διατάξεις του44. Με το νέο ρυθµιστικό πλαίσιο, οι επιχειρήσεις  έχουν πλέον να 
αντιµετωπίσουν µία ενιαία νοµοθεσία και µπορούν να απευθύνονται σε µία εποπτική 
αρχή µέσα στην ΕΕ, στο κράτος µέλος στο οποίο έχουν την κύρια εγκατάστασή τους, 
                                                             
42 Βλ. L. Bergkamp, EU Data Protection Policy. The Privacy Fallacy: Adverse Effects o Europe’s Data 
Protection Policy in an Information-Driven economy, CLSR, vol 18 no1 (2002), sel. 41 ep. 
43 Βλ. P. Hustinx, EU Data Protection Law: The Review of Directive 95/46/EC and the Proposed General 
Data Protection Regulation, σελ. 27, <https://edps.europa.eu/sites/edp/files/publication/14-09-
15_article_eui_en.pdf>. 
44 Σύµφωνα µε την Επιτροπή, η γνωστοποίηση της επεξεργασίας στις εποπτικές αρχές και ο προληπτικός 
έλεγχος της διασυνοριακής ροής δεδοµένων κοστίζει περίπου 130 εκατοµµύρια ευρώ ετησίως στις 
ΜΜΕ· βλ. European Commission, How will the EU's data protection reform benefit European 
businesses?, <http://ec.europa.eu/justice/newsroom/data-protection/news/120125_en.htm>. 
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σύµφωνα µε το µηχανισµό µιας στάσης (One-Stop-Shop) (βλ άρθρο 56 του 
Κανονισµού)45 46.  
Η συµµόρφωση µε τις ρυθµίσεις των εθνικών νοµοθεσιών που είχαν εκδοθεί σε 
συµµόρφωση µε την οδηγία 95/46 ακολούθησε ένα µικτό σύστηµα ελέγχου, κατά βάση 
κατασταλτικό, το οποίο βασίζεται στην επιβολή κυρώσεων (διοικητικών, αστικών και 
ποινικών) και προληπτικό, για τις εξαιρετικές περιπτώσεις της επεξεργασίας 
ευαίσθητων δεδοµένων, της διασύνδεσης αρχείων µε ευαίσθητα δεδοµένα και της 
διασυνοριακής διαβίβασης δεδοµένων, σύµφωνα µε το ν. 2472/1997.  
Στη Χώρα µας, είχε προβλεφθεί στο ν. 2472/1997 ένα πλέγµα διοικητικών 
κυρώσεων που κλιµακώνονται από την προειδοποίηση για άρση της παράβασης έως 
την επιβολή διοικητικού προστίµου και την οριστική ανάκληση της άδειας του αρχείου 
ή την καταστροφή του (άρθρο 21), σε συνδυασµό µε ποινικές κυρώσεις για αδικήµατα 
πληµµεληµατικού, κυρίως, χαρακτήρα (άρθρο 22) και την πρόβλεψη για την αστική 
αποζηµίωση του ζηµιωθέντος (άρθρο 23)47. Κεντρικός ρόλος αποδίδονταν στην 
ανεξάρτητη αρχή ελέγχου της χώρας µας, την Αρχή Προστασίας Δεδοµένων 
Προσωπικού Χαρακτήρα (εφεξής: Αρχή) που έχει την αρµοδιότητα για την εφαρµογή 
του νόµου και την επιβολή κυρώσεων. 
Παρά το ότι στη σύλληψη και την οργάνωση της Αρχής, βάσει του ν. 2472/1997, 
εµφιλοχώρησε το στοιχείο του προληπτικού ελέγχου48, ωστόσο, το σύστηµα ελέγχου 
παρέµεινε, κυρίως, κατασταλτικό, µε την Αρχή να επεµβαίνει ύστερα από προσφυγή ή 
καταγγελία του ενδιαφερόµενου προσώπου. Όπως προκύπτει από τις ετήσιες εκθέσεις 
                                                             
45 Η εναρµόνιση του νοµοθετικού πλαισίου στην Ένωση πρόκειται να αποφέρει εξοικονόµηση ποσού 
έως και 2,3 δις ευρώ ετησίως, βλ. ό.π. 
46 Βλ. I. Loizidou-Nicolaidou/C. Georgiades, σε: Synodinou et al, EU Internet Law. Regulation and 
Enforcement, εκδ. Springer 2017, σελ. 3 επ. (9). 
47 Βλ. σχετ. Μ. Κανελλοπούλου-Μπότη, Κυρώσεις από την προσβολή προσωπικών δεδοµένων, σε: 
Κοτσαλή (επιµ.), σελ. 403 επ.· Δ. Αναστασόπουλου, Η ποινική προστασία των προσωπικών δεδοµένων, 
σε Κοτσαλή (επιµ.), ό.π., σελ. 421 επ. 
48 Βλ. Λ. Μήτρου, Η Αρχή Προστασίας Προσωπικών Δεδοµένων, εκδ. Αντ. Σάκκουλα, 1999, σελ. 37. 
Σύµφωνα µε τα στοιχεία της ΑΠΔΠΧ, άδειες χορηγούνται κατά κύριο λόγο για επεξεργασία ευαίσθητων 
δεδοµένων και συνολικά ο αριθµός τους ανέρχεται σε 179 το 2016, 196 το 2015, 156 το 2014, 110 το 
2013, 65 το 2012, 51 το 2011, 22 το 2010, 57 το 2009, 44 το 2007, 107 το 2006, 163 το 2006, 163 το 
2005, 324 το 2004, 265 το 2003, 74 το 2002, 215 το 2001 και 176 το 2000, βλ. Ετήσια Έκθεση για το 
έτος 2016, σελ. 42, <www.dpa.gr>. 
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της Αρχής, σε αυτήν υποβάλλονταν µεγάλος αριθµός υποθέσεων49 οι οποίες παρέµεναν 
εκκρεµείς για µεγάλο χρονικό διάστηµα, µε αποτέλεσµα να επηρεάζεται αρνητικά η 
λειτουργία της50. Επίσης, υποβάλλονταν ένας µεγάλος αριθµός ερωτηµάτων και 
γνωστοποιήσεων τήρησης αρχείων που επιβάρυναν τη λειτουργία της Αρχής και 
συνεπάγονταν καθυστερήσεις στη διεκπεραίωση των σχετικών αιτηµάτων51. Μετά την 
έναρξη ισχύος του Κανονισµού 2016/679, ο Πρόεδρος της ΑΠΔΠΧ εξέδωσε την υπ’ 
αριθµ. πρωτ. 6220/13-7-2018 πράξη, µε την οποία εκκρεµείς προσφυγές/καταγγελίες 
που υποβλήθηκαν έως και 31-12-2015 τίθενται στο αρχείο52. 
Η προληπτική λειτουργία που επιτελούσε η ανεξάρτητη Αρχή βρήκε έκφραση µε 
τον προγραµµατισµό και την υλοποίηση ελέγχων επί σηµαντικών επεξεργασιών, σε 
επιµέρους κλάδους της οικονοµίας, όπως είναι, λ.χ., οι Τράπεζες ή οι ασφαλιστικές 
εταιρίες. Ωστόσο, ο φόρτος απασχόλησης του προσωπικού της Αρχής δεν επέτρεπε την 
πραγµατοποίηση µεγάλου αριθµού τέτοιων ελέγχων53. 
Από τα στοιχεία που δηµοσιοποίησε η ανεξάρτητη Αρχή προκύπτει σαφώς ότι ένας 
µεγάλος αριθµός προσφυγών και καταγγελιών παρέµενε εκκρεµής, πέραν της διετίας54. 
Επιπλέον, διαπιστώθηκε µεγάλη αύξηση των εισερχόµενων υποθέσεων (ανήλθε σε 
ποσοστό 40% το έτος 2016), όπως και των ερωτηµάτων και γνωστοποιήσεων55, 
παράλληλα µε τη µείωση του ανθρώπινου της δυναµικού. Το 2018, ωστόσο, µετά τη 
θέση σε εφαρµογή του Κανονισµού, το σύνολο των διεκπεραιωµένων υποθέσεων 
προσφυγών/καταγγελιών, ερωτηµάτων και γνωστοποιήσεων αρχείων και 
επεξεργασιών σηµείωσε µικρή µείωση σε σχέση µε το έτος 201756 και η τάση αυτή 
αναµένεται να συνεχισθεί, λόγω της αλλαγής του µοντέλου ελέγχου. Πράγµατι, µετά 
                                                             
49 Βλ., ενδεικτικά, ΑΠΔΠΧ, Ετήσια Έκθεση 2015, σελ. 22, Ετήσια Έκθεση 2016, σελ. 20 επ.  
50 Βλ. ΑΠΔΠΧ, ετήσια έκθεση 2016, σελ. 22. 
51 Για το έτος 2016 αναφέρονται 1404 γνωστοποιήσεις τήρησης αρχείων και 2563 προσφυγές, 
ερωτήµατα και καταγγελίες, βλ. Ετήσια Έκθεση 2016, σελ. 30. 
52 Βλ. t.ly/44FR. 
53 Λ.χ., το έτος 2016 πραγµατοποιήθηκαν δύο προγραµµατισµένοι έλεγχοι, βλ. Ετήσια Έκθεση 2016, 
σελ. 28, το έτος 2015 έναν τέτοιο έλεγχο και έξι αιφνίδιους ελέγχους, µετά από καταγγελία, βλ. Ετήσια 
Έκθεση 2016, σελ. 28, το έτος 2014 τρεις ειδικούς κατά τοµέα ελέγχους και τρεις έκτακτους ελέγχους, 
ετήσια Έκθεση 2014, σελ. 24. 
54 Αναφέρεται ότι στις 31/12/2016 υπήρχαν 6.826 εκκρεµείς υποθέσεις, βλ. Ετήσια Έκθεση 2016, σελ. 
22.  
55 Βλ. Ετήσια Έκθεση 2016, σελ. 28. 
56 Βλ. Ετήσια Έκθεση 2018, σελ. 34. 
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την κατάργηση των γνωστοποιήσεων, αδειών και ερωτηµάτων, µειώθηκε η 
επιβάρυνση της ΑΠΔΠΧ και σύµφωνα µε το Δελτίο Τύπου της 25/5/2020, ο αριθµός 
προσφυγών-καταγγελιών που υποβλήθηκαν στην Αρχή από την έναρξη εφαρµογής του 
ΓΚΠΔ ήταν 1996 και από αυτές διεκπεραιώθηκαν 896 και 1100 ήταν υπό εξέταση57. 
Από τα παραπάνω καθίσταται σαφές ότι το σύστηµα ελέγχου της επεξεργασίας 
δεδοµένων προσωπικού χαρακτήρα ήταν γραφειοκρατικό, κοστοβόρο και δεν παρείχε 
ασφάλεια δικαίου στους κοινωνούς του δικαίου, δηλ. εν προκειµένω, τα υποκείµενα 
των δεδοµένων και τους υπεύθυνους επεξεργασίας, διότι δεν είναι σαφής η έκβαση των 
υποθέσεων που κρίνονται από την ανεξάρτητη Αρχή.  
Στη βιβλιογραφία συναντάται και η άποψη ότι το σύστηµα κυρώσεων του ν. 
2472/1997 είχε ικανοποιητική εφαρµογή στην ελληνική έννοµη τάξη58, ωστόσο, από 
τη συνολική µελέτη του συστήµατος ελέγχου της προστασίας δεδοµένων, στο οποίο 
εντάσσονται οι κυρώσεις που προβλέπει ο νόµος, το συµπέρασµα αυτό δεν 
επιρρωνύεται. 
Ακόµα, το συµπέρασµα που συνάγεται από τη µελέτη της εφαρµογής του νόµου, 
είναι ότι δίχως την καθοριστική συµβολή της ανεξάρτητης Αρχής, δεν θα ήταν δυνατόν 
να εφαρµοστεί µε συνέπεια ο νόµος. Όπως λέγεται, η Αρχή συνέβαλε στην επαύξηση 
της προστασίας των δικαιωµάτων και της προστασίας της αξίας του ανθρώπου, µε την 
ένταξη της προστασίας δεδοµένων στο ιστορικό σχήµα της προστασίας των 
θεµελιωδών δικαιωµάτων και µε την ενίσχυση των δικαιωµάτων του πολίτη απέναντι 
στην κρατική εξουσία59, αλλά και στο πεδίο των εργασιακών σχέσεων, καθώς και 
ευρύτερα, στο πεδίο της οικονοµίας της αγοράς. Ωστόσο, η Αρχή παρέµεινε ένας 
γραφειοκρατικός µηχανισµός µε εγγενείς αδυναµίες, όπως αυτές που αναφέρθηκαν 
παραπάνω και επιπλέον, µε τα προβλήµατα που έχει κάθε διοικητικό όργανο, όπως 
                                                             
57 Δελτίο Τύπου, Δήλωση του Κωνσταντίνου Μενουδάκου, Προέδρου της Αρχής Προστασίας 
Δεδοµένων για τη συµπλήρωση 2 ετών από την έναρξη εφαρµογής του Γενικού Κανονισµού 
Προστασίας Δεδοµένων. 
58 Βλ. Μ. Κανελλοπούλου-Μπότη, ό.π., σελ. 405. 
59 Βλ. Π. Δόνου, Η αρχή και ο ρόλος της στην επαυξηµένη προστασία της αξίας του ανθρώπου, σε: 
Παπαδηµητρίου (επιµ.), Η αρχή προστασίας προσωπικών δεδοµένων & η επαύξηση της προστασίας των 
δικαιωµάτων, εκδ. Σάκκουλα, 2002, σελ. 11 επ.· Λ. Μήτρου, Η προστασία των προσωπικών δεδοµένων 
στο πεδίο των εργασιακών σχέσεων. Η συµβολή της Αρχής, σε: Παπαδηµητρίου, ό.π., σελ. 21 επ.· Β. 
Παπακωνσταντίνου, Η αρχή και η οικονοµία της αγοράς, σε: Παπαδηµητρίου, ό.π., σελ. 59 επ. 
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είναι η έλλειψη πόρων και τεχνογνωσίας, το µειωµένο κίνητρο ελέγχου για τα µέλη 
του και οι παρεµβάσεις στη λειτουργία του60. Επιπλέον, σε αυτά τα πορίσµατα 
προστίθεται και το ότι οι επιταγές του νόµου δεν υλοποιούνταν πλήρως στην πράξη 
και για αυτό είχαµε πλήθος καταγγελιών στην Αρχή. 
Η ελλιπής εφαρµογή του νοµοθετικού πλαισίου της προστασίας δεδοµένων 
σηµαίνει ότι τα ατοµικά δικαιώµατα και ιδίως το συνταγµατικό δικαίωµα του άρθρου 
9Α Σ δεν προστατεύονται επαρκώς. 
Είναι σαφές, συνεπώς, ότι η µεταρρύθµιση του συστήµατος ελέγχου της 
προστασίας δεδοµένων έπρεπε να λάβει χώρα και µάλιστα, όχι απλώς σε εθνικό 
επίπεδο, αλλά σε επίπεδο ΕΕ, ώστε να προκύψει ένα ενιαίο, συνεκτικό πλαίσιο για τους 
πολίτες της Ένωσης. Η Επιτροπή της ΕΕ διαπιστώνει, σε σχέση µε την εφαρµογή της 
οδηγίας 95/46 από τα κράτη µέλη της Ένωσης, τα ακόλουθα61: 
Δυνάµει της οδηγίας 95/46/ΕΚ – που αποτελεί την κύρια νοµοθετική 
πράξη στον τοµέα της προστασίας των δεδοµένων προσωπικού χαρακτήρα 
στην ΕΕ σήµερα – οι τρόποι µε τους οποίους τα φυσικά πρόσωπα δύνανται 
να ασκούν το δικαίωµά τους στην προστασία δεδοµένων δεν είναι 
εναρµονισµένοι σε ικανοποιητικό βαθµό στα διάφορα κράτη µέλη. Ούτε 
οι εξουσίες των εθνικών αρχών που είναι υπεύθυνες για την προστασία 
δεδοµένων είναι επαρκώς εναρµονισµένες για να διασφαλίζεται η 
συνεκτική και αποτελεσµατική εφαρµογή των κανόνων. Αυτό σηµαίνει ότι 
η άσκηση στην πράξη αυτών των δικαιωµάτων είναι περισσότερο 
δυσχερής σε ορισµένα κράτη µέλη από ό,τι σε άλλα, ιδίως επιγραµµικά. 
Οι δυσχέρειες αυτές οφείλονται επίσης στον τεράστιο όγκο των δεδοµένων 
που συλλέγονται καθηµερινά και στο γεγονός ότι οι χρήστες συχνά δεν 
έχουν πλήρη επίγνωση της συλλογής δεδοµένων τους. Μολονότι πολλοί 
Ευρωπαίοι εκτιµούν ότι η κοινολόγηση δεδοµένων προσωπικού 
χαρακτήρα αποτελεί όλο και περισσότερο στοιχείο της σύγχρονης ζωής, 
ποσοστό 72% των χρηστών του διαδικτύου στην Ευρώπη ανησυχεί ακόµα 
ότι τους ζητούνται επιγραµµικά υπερβολικά δεδοµένα προσωπικού 
χαρακτήρα. Αισθάνονται ότι δεν ελέγχουν τα δεδοµένα τους. Δεν είναι 
                                                             
60 Βλ. Φ. Παναγοπούλου-Κουτνατζή, Ο Γενικός Κανονισµος για την Προστασία Δεδοµένων 679/2016, 
ό.π., σελ. 6. 
61 Βλ. Ανακοίνωση, διασφάλιση της ιδιωτικής ζωής σε έναν συνδεδεµένο κόσµο. Ευρωπαϊκό πλαίσιο 
προστασίας δεδοµένων για τον 21ο αιώνα, COM 2012/09 final. 
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ορθά ενηµερωµένοι για το τι συµβαίνει στις πληροφορίες προσωπικού 
χαρακτήρα που τους αφορούν, σε ποιόν διαβιβάζονται και για ποιους 
σκοπούς. Συχνά, δεν γνωρίζουν τον τρόπο άσκησης των δικαιωµάτων 
τους επιγραµµικά. 
 Στο ίδιο έγγραφο, η Επιτροπή προτείνει, για τη βελτίωση της προστασίας 
δεδοµένων στην ενιαία αγορά της ΕΕ: α) τη θέσπιση κανόνων προστασίας δεδοµένων 
µέσω ενός κανονισµού, άµεσα εφαρµοστέου σε όλα τα κράτη µέλη, β) την 
απλούστευση του κανονιστικού περιβάλλοντος µε τη δραστική µείωση της 
γραφειοκρατίας και την κατάργηση διατυπώσεων, όπως οι γενικές απαιτήσεις 
γνωστοποίησης, γ) την περαιτέρω ενίσχυση της ανεξαρτησίας και των εξουσιών των 
εθνικών αρχών, ώστε αυτές να µπορούν να προβαίνουν σε έρευνες, να λαµβάνουν 
δεσµευτικές αποφάσεις και να επιβάλλουν αποτελεσµατικές και αποτρεπτικές 
κυρώσεις, καθώς και την υποχρεωτική παροχή από τα κράτη µέλη σε αυτές επαρκείς 
πόρους, δ) τη θέσπιση συστήµατος «µονοαπευθυντικής θυρίδας» για την προστασία 
δεδοµένων στην ΕΕ, ώστε οι υπεύθυνοι επεξεργασίας δεδοµένων να µπορούν να 
απευθύνονται στην ΑΠΔ του κράτους µέλους όπου βρίσκεται η κύρια εγκατάσταση 
της επιχείρησης, ε) τη δηµιουργία των προϋποθέσεων για την ταχεία και 
αποτελεσµατική συνεργασία µεταξύ των εθνικών αρχών, συµπεριλαµβανοµένης της 
υποχρέωσης µιας αρχής να διενεργεί έρευνες και επιθεωρήσεις κατόπιν αιτήµατος 
άλλης αρχής, και να αναγνωρίζει αµοιβαία τις αποφάσεις κάθε άλλης αρχής, στ) τη 
θέσπιση µηχανισµού συνεκτικότητας στο επίπεδο της ΕΕ για να διασφαλιστεί ότι οι 
αποφάσεις µιας ΑΠΔ που έχουν ευρύτερο ευρωπαϊκό αντίκτυπο λαµβάνουν πλήρως 
υπόψη τις απόψεις των άλλων ενδιαφερόµενων ΑΠΔ, και συνάδουν πλήρως µε το 
δίκαιο της ΕΕ και ζ) την αναβάθµιση της οµάδας εργασίας του άρθρου 29 σε 
ανεξάρτητο Ευρωπαϊκό Συµβούλιο Προστασίας Δεδοµένων. 
 Πράγµατι, στον Κανονισµό 2016/679 υλοποιήθηκαν οι παραπάνω προτάσεις, 
ενισχύθηκαν τα δικαιώµατα των υποκειµένων, περιλήφθηκαν νέα δικαιώµατα62, 
καταργήθηκαν οι ρυθµίσεις προληπτικού ελέγχου, θεσπίσθηκαν αποτελεσµατικοί 
                                                             
62 Βλ. Ιγγλεζάκη, Ο Γενικός Κανονισµός Προστασίας Προσωπικών Δεδοµένων, εκδ. Interactive 2020, 
σελ. 147 επ. 
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µηχανισµοί ελέγχου, καθιερώθηκε η αρχή της λογοδοσίας63 και της διαφάνειας, η 
προσέγγιση µε βάση τον κίνδυνο και οργανώθηκε το σύστηµα εσωτερικού ελέγχου64.  
 Ο υπεύθυνος επεξεργασίας καθίσταται υπεύθυνος και υπέχει υποχρέωση 
αποζηµίωσης, αυτό δε, σηµαίνει ότι υποχρεούται να υλοποιεί κατάλληλα και 
αποτελεσµατικά µέτρα και να είναι σε θέση να αποδεικνύει τη συµµόρφωση των 
δραστηριοτήτων επεξεργασίας µε τον Κανονισµό65. Κατά την εξειδίκευση των µέτρων 
αυτών θα πρέπει δε να λαµβάνεται υπόψη η φύση, το πλαίσιο, το πεδίο εφαρµογής και 
οι σκοποί της επεξεργασίας, όπως και ο κίνδυνος για τα δικαιώµατα και τις ελευθερίες 
των φυσικών προσώπων66. Μάλιστα, δίδεται βάρος στην προσέγγιση µε βάση τον 
κίνδυνο (risk based approach)67, όπως προκύπτει από το προοίµιο του Κανονισµού68: 
Οι κίνδυνοι για τα δικαιώµατα και τις ελευθερίες φυσικών προσώπων, 
ποικίλης πιθανότητας και σοβαρότητας, είναι δυνατόν να προκύπτουν 
από την επεξεργασία δεδοµένων προσωπικού χαρακτήρα η οποία θα 
µπορούσε να οδηγήσει σε σωµατική, υλική ή µη υλική βλάβη, ιδίως όταν 
η επεξεργασία µπορεί να οδηγήσει σε διακρίσεις, κατάχρηση ή υποκλοπή 
ταυτότητας, οικονοµική απώλεια, βλάβη φήµης, απώλεια της 
εµπιστευτικότητας των δεδοµένων προσωπικού χαρακτήρα που 
προστατεύονται από επαγγελµατικό απόρρητο, παράνοµη άρση της 
ψευδωνυµοποίησης, ή οποιοδήποτε άλλο σηµαντικό οικονοµικό ή 
κοινωνικό µειονέκτηµα· όταν τα υποκείµενα των δεδοµένων θα 
µπορούσαν να στερηθούν των δικαιωµάτων και ελευθεριών τους ή να 
εµποδίζονται από την άσκηση ελέγχου επί των δεδοµένων τους 
προσωπικού χαρακτήρα· όταν υπόκεινται σε επεξεργασία δεδοµένα 
προσωπικού χαρακτήρα τα οποία αποκαλύπτουν φυλετική ή εθνοτική 
καταγωγή, πολιτικά φρονήµατα, θρησκεία ή φιλοσοφικές πεποιθήσεις ή 
συµµετοχή σε συνδικάτα και γίνεται επεξεργασία γενετικών δεδοµένων, 
δεδοµένων που αφορούν την υγεία ή δεδοµένων που αφορούν τη 
σεξουαλική ζωή ή ποινικές καταδίκες και αδικήµατα ή σχετικά µέτρα 
ασφάλειας· όταν αξιολογούνται προσωπικές πτυχές, ιδίως όταν 
επιχειρείται ανάλυση ή πρόβλεψη πτυχών που αφορούν τις επιδόσεις 
                                                             
63 Ιγγλεζάκη, Ο Γενικός Κανονισµός Προστασίας Προσωπικών Δεδοµένων, ό.π., σελ. 187 επ. 
64 Βλ., αντί άλλων, Λ. Μήτρου, Ο γενικός κανονισµός προστασίας προσωπικών δεδοµένων, σελ.  91 επ. 
65 Βλ. Κανονισµός 2016/679, αιτιολογ. σκέψη αρ. 74. 
66 Βλ. ό.π. 
67 Βλ. Ιγγλεζάκη, Ο Γενικός Κανονισµός Προστασίας Προσωπικών Δεδοµένων, ό.π., σελ. 194 επ. 
68 Βλ. ό.π., σκέψη αρ. 75. 
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στην εργασία, την οικονοµική κατάσταση, την υγεία, προσωπικές 
προτιµήσεις ή συµφέροντα, την αξιοπιστία ή τη συµπεριφορά, τη θέση ή 
µετακινήσεις, προκειµένου να δηµιουργηθούν ή να χρησιµοποιηθούν 
προσωπικά προφίλ· όταν υποβάλλονται σε επεξεργασία δεδοµένα 
προσωπικού χαρακτήρα ευάλωτων φυσικών προσώπων, ιδίως παιδιών· 
ή όταν η επεξεργασία περιλαµβάνει µεγάλη ποσότητα δεδοµένων 
προσωπικού χαρακτήρα και επηρεάζει µεγάλο αριθµό υποκειµένων των 
δεδοµένων. 
 Ως προς τη µεθοδολογία που πρέπει να ακολουθείται, αναφέρεται ρητά στον 
Κανονισµό ότι ο κίνδυνος πρέπει να αξιολογείται µε αντικειµενικότητα, ενώ η 
πιθανότητα και η σοβαρότητα του κινδύνου για τα δικαιώµατα και τις ελευθερίες του 
υποκειµένου των δεδοµένων θα πρέπει να καθορίζονται σε συνάρτηση µε τη φύση, το 
πεδίο και τους σκοπούς της επεξεργασίας69. Σε αυτό το πλαίσιο εντάσσεται και η 
διενέργεια εκτίµησης αντικτύπου σχετικά µε την προστασία δεδοµένων, σύµφωνα µε 
τον Ενωσιακό νοµοθέτη, καθώς η ευθύνη του υπεύθυνου επεξεργασίας περιλαµβάνει 
και την υποχρέωσή του αυτή και αυτό γίνεται προκειµένου να ενισχυθεί η 
συµµόρφωση προς τον Κανονισµό70. 
 Η εκτίµηση επιπτώσεων για τα δικαιώµατα και τις ελευθερίες των φυσικών 
προσώπων έχει, σαφώς, κεντρική θέση στο οικοδόµηµα του εσωτερικού ελέγχου της 
προστασίας δεδοµένων που εισάγεται µε τον Κανονισµό και στο οποίο περιλαµβάνεται 
ο ορισµός υπεύθυνου προστασίας δεδοµένων (ΥΠΔ) που είναι υποχρεωτικός για 
ορισµένες κατηγορίες υπευθύνων επεξεργασίας και εκτελούντων την επεξεργασία.  
 Στη βιβλιογραφία υποστηρίζεται και η άποψη ότι η υιοθέτηση µέτρων όπως 
είναι η εκτίµηση αντικτύπου για την επιστηµονική εκτίµηση των πιθανών κινδύνων 
και την αξιολόγηση των εγγυήσεων και των µέτρων προστασίας αναδεικνύει µια 
τεχνοκρατική λογική που διέπει τον Κανονισµό71. Όντως, τούτο γίνεται σαφές από 
αυτό και άλλα µέτρα, όπως η προστασία από το σχεδιασµό και εξ ορισµού, αλλά και 
από την απαίτηση που διατρέχει τον Κανονισµό, να λαµβάνεται υπόψη το επίπεδο της 
                                                             
69 Βλ. ό.π., αριθ. 76. 
70 Βλ. ό.π., αριθ. 84. 
71 Βλ. Φ. Παναγοπούλου-Κουτνατζή, Ο Γενικός Κανονισµός για την Προστασία Δεδοµένων 
679/2016/ΕΕ, ό.π., σελ. 9. 
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τεχνικής (state of the art), ιδίως κατά τη λήψη τεχνικών και οργανωτικών µέτρων 
ασφαλείας72. Αυτή η διαπίστωση είναι ορθή, ασφαλώς, αλλά το δίκαιο πληροφορικής 
είναι από τη φύση του ένας διεπιστηµονικός κλάδος και πρέπει να λαµβάνει υπόψη τα 
πορίσµατα της επιστήµης της πληροφορικής, διότι οι ρυθµίσεις της νοµοθεσίας στον 
τοµέα αυτόν θα είναι χωρίς ουσία. Με την έννοια αυτή, είναι σχεδόν αυτονόητο ότι µια 
ουσιαστική και εκ βάθρων αναθεώρηση της νοµοθεσίας της προστασίας δεδοµένων σε 
Ενωσιακό επίπεδο έπρεπε να υιοθετήσει τα πλέον σύγχρονα εργαλεία στη διαχείριση 
της πληροφορίας. 
 Η υποχρέωση για ορισµό ΥΠΔ είναι από τις σηµαντικές καινοτοµίες του 
Κανονισµού, σύµφωνα µε τις διατάξεις των άρθρων 37 επ. του Κανονισµού. Ο ΥΠΔ 
έχει ως βασικό του καθήκον την παρακολούθηση της συµµόρφωσης µε τον Κανονισµό 
(άρθρο 39 παρ. 1 περ. β΄ ΓΚΠΔ) και τη διατύπωση γνώµης κατά τη διενέργεια 
εκτίµησης αντικτύπου σχετικά µε την προστασία δεδοµένων (άρθρο 35 παρ. 2 ΓΚΠΔ), 
έχει δηλ. ενεργητική συµµετοχή στα τεκταινόµενα. Πρέπει να τονισθεί, επίσης, ότι η 
αξιολόγηση κινδύνων, η οποία γίνεται από τον ΥΠΔ, γενικά, κατά την εκτέλεση των 
καθηκόντων του, έχει κεντρική σηµασία ως προϋπόθεση για τη διενέργεια της 
εκτίµησης επιπτώσεων. Εποµένως, ενώ την απόφαση για τη διενέργεια αυτή λαµβάνει 
ο υπεύθυνος επεξεργασίας (άρθρο 35 παρ. 1 ΓΚΠΔ), είναι πρόδηλο ότι ο ΥΠΔ πρέπει 
να τον οδηγήσει, µε τη συµβουλή του, στη λήψη της σχετικής απόφασης. 
 Ωστόσο, πρέπει να σηµειωθεί ότι η εξεταζόµενη διαδικασία δεν έχει άµεση 
σχέση µε άλλους θεσµούς που εισάγονται µε τον Κανονισµό, όπως είναι, λ.χ., η 
προστασία δεδοµένων ήδη από το σχεδιασµό και εξ ορισµού (άρθρο 25 ΓΚΠΔ)73, η 
οποία είναι µια µεθοδολογία που βρίσκει εφαρµογή για τη µείωση των κινδύνων για 
την ιδιωτική ζωή που είναι εγγενείς σε ένα σύστηµα επεξεργασίας δεδοµένων, µέσω 
της προληπτικής διαµόρφωσης της τεχνολογίας και τη λήψη µέτρων ασφάλειας 
                                                             
72 Λ. Μήτρου, Privacy by Design Η τεχνολογική διάσταση της προστασίας προσωπικών δεδοµένων, 
ΔiΜΕΕ 2013, σελ. 14 επ. 
73 Βλ., όµως, Δ. Ζωγραφόπουλου, Η υποχρέωση διενέργειας εκτίµησης αντικτύπου (Data protection 
impact assessment - DPIA) στον Γενικό Κανονισµό για την Προστασία Δεδοµένων (GDPR), Συνήγορος 
120/2017, σελ. 41 επ. (42).  
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δεδοµένων74. Συγκεκριµένα, η προστασία των δεδοµένων ήδη από το σχεδιασµό και 
εξ ορισµού αφορά όλες τις επεξεργασίες και όχι µόνο όσες παρουσιάζουν ιδιαίτερους 
κινδύνους, όπως συµβαίνει µε την εκτίµηση αντικτύπου. 
 Πρέπει να τονισθεί ότι η κατάργηση της γενικής υποχρέωσης γνωστοποίησης 
της επεξεργασίας δεδοµένων γίνεται, όπως προαναφέρθηκε, διότι συνεπάγεται 
διοικητικό και οικονοµικό φόρτο και διότι δεν είχε αποτελεσµατικότητα75. Παροµοίως, 
µπορούµε να πούµε ότι δεν είχε αποτελεσµατικότητα και η υποχρέωση λήψης άδειας 
από την Αρχή, σύµφωνα µε το ν. 2472/1997, διότι αφενός είχε κόστος για τους 
υπεύθυνους επεξεργασίας και είχε απλώς γραφειοκρατικό και όχι ουσιαστικό 
χαρακτήρα. 
 Ασφαλώς, η πρόβλεψη στον Κανονισµό της διαδικασίας αυτής προσθέτει 
πρόσθετες υποχρεώσεις στους υπεύθυνους επεξεργασίας, αλλά παράλληλα τους 
απαλλάσσει από τις υποχρεώσεις τους απέναντι στην ανεξάρτητη Αρχή και 
απαλλάσσει και την τελευταία από περιττό φόρτο. Και βέβαια, αυτή η υποχρέωση δεν 
αφορά de minimis περιπτώσεις, δηλ. αφορά µόνο σηµαντικές περιπτώσεις, όπως 
τονίζεται στο προοίµιο του Κανονισµού76: 
Αυτό θα πρέπει να ισχύει ιδίως για πράξεις επεξεργασίας µεγάλης 
κλίµακας που στοχεύουν στην επεξεργασία σηµαντικής ποσότητας 
δεδοµένων προσωπικού χαρακτήρα σε περιφερειακό, εθνικό ή 
υπερεθνικό επίπεδο, οι οποίες θα µπορούσαν να επηρεάσουν µεγάλο 
αριθµό υποκειµένων των δεδοµένων και οι οποίες είναι πιθανόν να 
έχουν ως αποτέλεσµα υψηλό κίνδυνο, για παράδειγµα λόγω της 
ευαισθησίας τους, όταν σύµφωνα µε τα υφιστάµενα επίπεδα 
τεχνολογικής γνώσης χρησιµοποιείται µια νέα τεχνολογία σε ευρεία 
κλίµακα, καθώς και για άλλες πράξεις επεξεργασίας οι οποίες έχουν 
ως αποτέλεσµα υψηλό κίνδυνο για τα δικαιώµατα και τις ελευθερίες 
των υποκειµένων των δεδοµένων, ιδίως όταν οι πράξεις αυτές 
δυσχεραίνουν την άσκηση των δικαιωµάτων των υποκειµένων των 
δεδοµένων. Θα πρέπει επίσης να διενεργείται εκτίµηση αντικτύπου 
                                                             
74 Βλ. σχετ. Ι. Ιγγλεζάκη, Προστασία δεδοµένων προσωπικού χαρακτήρα από τον σχεδιασµό και εξ 
ορισµού, Συνήγορος 96/2013, σελ. 79 επ.· Λ. Μήτρου, Privacy by Design, ό.π. 
75 Βλ. ό.π., αριθ. 89. 
76 Βλ. ό.π., αριθ. 91. 
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όσον αφορά την προστασία των δεδοµένων όταν τα δεδοµένα 
προσωπικού χαρακτήρα υποβάλλονται σε επεξεργασία ενόψει της 
λήψης αποφάσεων σε σχέση µε συγκεκριµένα φυσικά πρόσωπα έπειτα 
από συστηµατική και εκτενή αξιολόγηση προσωπικών πτυχών που 
αφορούν φυσικά πρόσωπα και βασίζονται στην κατάρτιση προφίλ 
βάσει των εν λόγω δεδοµένων ή έπειτα από την επεξεργασία 
συγκεκριµένων κατηγοριών δεδοµένων προσωπικού χαρακτήρα, 
βιοµετρικών δεδοµένων ή δεδοµένων που αφορούν ποινικές καταδίκες 
και αδικήµατα ή σχετικά µέτρα ασφάλειας. Εκτίµηση αντικτύπου 
σχετικά µε την προστασία των δεδοµένων απαιτείται επίσης για την 
παρακολούθηση δηµόσια προσπελάσιµων χώρων σε µεγάλη κλίµακα, 
ιδίως όταν χρησιµοποιούνται οπτικοηλεκτρονικές συσκευές ή για 
οποιεσδήποτε άλλες εργασίες όποτε η αρµόδια εποπτική αρχή θεωρεί 
ότι η επεξεργασία ενδέχεται να έχει ως αποτέλεσµα υψηλό κίνδυνο για 
τα δικαιώµατα και τις ελευθερίες των υποκειµένων των δεδοµένων, 
ιδίως επειδή εµποδίζει τα υποκείµενα των δεδοµένων να ασκήσουν 
κάποιο δικαίωµα ή να χρησιµοποιήσουν µια υπηρεσία ή σύµβαση ή 
επειδή πραγµατοποιούνται συστηµατικά σε µεγάλη κλίµακα. Η 
επεξεργασία δεδοµένων προσωπικού χαρακτήρα δεν θα πρέπει να 
θεωρείται ότι είναι µεγάλης κλίµακας, εάν η επεξεργασία αφορά 
δεδοµένα προσωπικού χαρακτήρα ασθενών ή πελατών ιδιώτη ιατρού, 
άλλου επαγγελµατία του τοµέα της υγείας ή δικηγόρου. Στις 
περιπτώσεις αυτές, η εκτίµηση αντικτύπου της προστασίας δεδοµένων 
δεν θα πρέπει να είναι υποχρεωτική. 
 Γενικότερα, ο Κανονισµός επιβάλλει διαφοροποιηµένες υποχρεώσεις ανάλογα 
µε το αν µια επεξεργασία πρόκειται να έχει σηµαντικές συνέπειες ή αν αφορά 
επεξεργασίες µεγάλης κλίµακας. Στην περίπτωση, δε, των αρχείων δραστηριοτήτων 
επεξεργασίας που υποχρεούνται να καταρτίζουν οι υπεύθυνοι επεξεργασίας, ώστε να 
αποδεικνύουν τη συµµόρφωσή τους µε τον Κανονισµό, προβλέπεται ότι αφορούν 
επιχειρήσεις ή οργανισµούς που απασχολούν κατ’ ελάχιστο 250 άτοµα, εκτός εάν η 
διενεργούµενη επεξεργασία ενδέχεται να προκαλέσει κίνδυνο για τα δικαιώµατα και 
τις ελευθερίες του υποκειµένου των δεδοµένων, η επεξεργασία δεν είναι περιστασιακή 
ή η επεξεργασία περιλαµβάνει ειδικές κατηγορίες δεδοµένων (άρθρο 9 παρ. 1 ΓΚΠΔ) 
ή επεξεργασία δεδοµένων προσωπικού χαρακτήρα που αφορούν ποινικές καταδίκες 
και αδικήµατα (άρθρο 10 ΓΚΠΔ). Αντιθέτως, οι  επεξεργασίες στις οποίες οι κίνδυνοι 
για την προστασία δεδοµένων δεν είναι σηµαντικοί απαλλάσσονται από υποχρεώσεις 
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γραφειοκρατικού χαρακτήρα, όπως, αντιστοίχως είχε προβλεφθεί και στο άρθρο 7Α 
του ν. 2472/199777. 
Σηµαντική είναι η δυνατότητα που δίνεται στις εθνικές εποπτικές αρχές, όπως 
είναι η Αρχή Προστασίας Δεδοµένων Προσωπικού Χαρακτήρα, στη Χώρα µας, να 
καταρτίζει και να δηµοσιοποιεί κατάλογο µε τα είδη των πράξεων επεξεργασίας που 
υπόκεινται στην υποχρέωση για τη διενέργεια εκτίµησης επιπτώσεων, όπως και 
κατάλογο µε τα είδη των πράξεων επεξεργασίας για τα οποία δεν απαιτείται αυτή 
(άρθρο 35 παρ. 4 & 5 ΓΚΠΔ). Με τη δηµοσίευση των καταλόγων αυτών δηµιουργείται 
νοµική ασφάλεια στους υπεύθυνους επεξεργασίας, ώστε να γνωρίζουν εκ των 
προτέρων σε ποιες περιπτώσεις υφίσταται υποχρέωσή τους να προβούν σε εκτίµηση 
επιπτώσεων. 
Στη Χώρα µας, η ΑΠΔΠΧ κατήρτισε σχέδιο καταλόγου µε τα είδη των 
πράξεων επεξεργασίας που υπόκεινται στην απαίτηση για διενέργεια ΕΑΠΔ και, 
ακολούθως, το ανακοίνωσε στο Ευρωπαϊκό Συµβούλιο Προστασίας Δεδοµένων 
(ΕΣΠΔ), το οποίο εξέδωσε τη Γνώµη 7/201878. Η ΑΠΔΠΧ εξέδωσε στη συνέχεια την 
υπ’ αριθ. 65/2018 απόφαση, µε την οποία αποφάσισε την τροποποίηση του εν λόγω 
καταλόγου, η οποία δηµοσιεύθηκε στην Εφηµερίδα της Κυβερνήσεως79. Στην 
απόφαση αυτή της ΑΠΔΠΧ αναφέρονται συγκεκριµένα παραδείγµατα πράξεων 
                                                             
77  Με τη διάταξη του άρθρου 7Α ν. 2472/1997 προβλέφθηκε ότι ο υπεύθυνος επεξεργασίας 
απαλλάσσεται από την υποχρέωση γνωστοποίησης (άρθρο 6) και λήψης άδειας για την επεξεργασία 
ευαίσθητων δεδοµένων σε ορισµένες περιπτώσεις, όπως όταν η επεξεργασία πραγµατοποιείται για την 
παροχή υπηρεσιών στο δηµόσιο τοµέα που συνδέονται άµεσα µε σχέση εργασίας ή έργου ή µε παροχή 
υπηρεσιών στο δηµόσιο τοµέα και είναι αναγκαία για την εκπλήρωση υποχρέωσης που επιβάλλει ο 
νόµος, όταν αυτή αφορά πελάτες ή προµηθευτές και τα δεδοµένα δεν διαβιβάζονται σε τρίτους, όταν 
δίνεται από σωµατεία, εταιρίες, ενώσεις προσώπων και πολιτικά κόµµατα και αφορά δεδοµένα µελών ή 
εταιριών τους, εφόσον έχουν δώσει συγκατάθεση και τα δεδοµένα δεν διαβιβάζονται σε τρίτος, όταν 
αφορά δεδοµένα υγείας και γίνεται από ιατρούς, όταν γίνεται από δικηγόρους, συµβολαιογράφους, 
άµισθους υποθηκοφύλακες και δικαστικούς επιµελητές ή εταιρίες των προσώπων αυτών και αφορά στην 
παροχή νοµικών υπηρεσιών προς τους πελάτες τους ή όταν γίνεται από δικαστικές αρχές. 
78 ΕDPB, Opinion 7/2018 on the draft list of the competent supervisory authority of Greece Regarding 
the processing operations subject to the requirement of a data protection impact assessment (Article 35.4 
GDPR). 
79 ΦΕΚ Β΄ 1622/10-5-2019. 
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επεξεργασίας δεδοµένων προσωπικού χαρακτήρα στις οποίες είναι υποχρεωτική η 
διενέργεια εκτίµησης αντικτύπου στην προστασία δεδοµένων (ΕΑΠΔ)80. 
 Η ανεξάρτητη Αρχή, επίσης, έχει συµµετοχή στη διαδικασία της διενέργειας 
εκτίµησης επιπτώσεων, σύµφωνα µε τις διατάξεις του άρθρου 36 του Κανονισµού. Η 
πρόβλεψη αυτή δεν εισάγει µια πρόσθετη γραφειοκρατική υποχρέωση, αλλά έχει 
ουσιαστική σηµασία. Και τούτο, διότι η προηγούµενη διαβούλευση του υπεύθυνου 
επεξεργασίας µε την εποπτική αρχή αφορά µόνο τις περιπτώσεις όπου η εκτίµηση 
αντικτύπου υποδεικνύει ότι η επεξεργασία θα προκαλούσε υψηλό κίνδυνο ελλείψει 
µέτρων µετριασµού του κινδύνου από τον υπεύθυνο επεξεργασίας, στην περίπτωση δε 
αυτή και όταν η Αρχή διαπιστώσει ότι η σχεδιαζόµενη επεξεργασία παραβαίνει τις 
διατάξεις του Κανονισµού, τότε οφείλει να παρέχει εγγράφως συµβουλές στον 
υπεύθυνο επεξεργασίας ή τον εκτελούντα την επεξεργασία ή να προβεί σε έρευνα κατά 
τις διατάξεις του άρθρου 58 ΓΚΠΔ. Καθώς µε το νέο Κανονισµό η Αρχή απαλλάσσεται 
από περιττό γραφειοκρατικό φόρτο, σαφώς, θα δύναται να ασκήσει τα ουσιαστικά της 
καθήκοντα, στα οποία περιλαµβάνεται η διαβούλευση µε τον υπεύθυνο επεξεργασία 
για τα ζητήµατα του άρθρου 36 του Κανονισµού. 
 Αυτό, ωστόσο, γίνεται διότι ο έλεγχος της προστασίας δεδοµένων µεταφέρεται 
κατά ένα µέρος από την Αρχή στον υπεύθυνο επεξεργασίας, ο οποίος, σύµφωνα µε το 
άρθρο 5 παρ. 2 ΓΚΠΔ, φέρει την ευθύνη και πρέπει να είναι σε θέση να αποδείξει τη 
συµµόρφωση µε τις αρχές που διέπουν την  επεξεργασία δεδοµένων προσωπικού 
χαρακτήρα και οι οποίες κατοχυρώνονται στο άρθρο 5 παρ. 1 ΓΚΠΔ. Καθιερώνεται, 
έτσι, η αρχή της λογοδοσίας81 και ένα σύστηµα εσωτερικού ελέγχου82 ή αυτοελέγχου83, 
στο οποίο καθοριστικό ρόλο παίζει ο υπεύθυνος προστασίας δεδοµένων. Για τις 
επιχειρήσεις και τους οργανισµούς που υπέχουν τις υποχρεώσεις αυτές, στις οποίες 
εντάσσεται και η διενέργεια εκτίµησης αντικτύπου, το κόστος συµµόρφωσης 
αυξάνεται και αυτό σηµαίνει ότι µεταφέρεται ένα κόστος από το Κράτος στην κοινωνία 
                                                             
80 Βλ. Ι. Ιγγλεζάκη, H εκτίµηση αντικτύπου στην προστασία προσωπικών δεδοµένων (Data Protection 
Impact Assessment) και η υποχρέωση διενέργειάς της. Η απόφαση 65/2018 της Αρχής Προστασίας 
Δεδοµένων Προσωπικού Χαρακτήρα, ΣΥΝήΓΟΡΟΣ 137/2020, σελ. 54 επ. 
81 Βλ. Μήτρου, Ο γενικός κανονισµός προστασίας προσωπικών δεδοµένων, ό.π., σελ. 91 επ. 
82 Βλ. Μήτρου, Ο γενικός κανονισµός προστασίας προσωπικών δεδοµένων, ό.π., σελ. 113. 
83 Βλ. Παναγοπούλου-Κουτνατζή, ό.π., σελ. 13. 
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των πολιτών. Αυτό, βεβαίως, δεν συνιστά µια δυσανάλογη επιβάρυνση των υπευθύνων 
επεξεργασίας, καθώς µε την εκ µέρους τους εφαρµογή των µεθόδων ανάλυσης και 
επεξεργασίας δεδοµένων προσωπικού χαρακτήρα και τη χρήση αυτοµατοποιηµένων 
µεθόδων αντλούν µεγάλα οφέλη, τα οποία δεν πρέπει να είναι σε βάρος των 
υποκειµένων των δεδοµένων και των συνταγµατικών τους δικαιωµάτων. 
 
IV. Επίµετρο 
 Η εκτίµηση αντικτύπου στην προστασία δεδοµένων είναι ένα ιδιαίτερα χρήσιµο 
εργαλείο συµµόρφωσης προς τις επιταγές του Κανονισµού, ωστόσο, πρέπει να 
διενεργείται µόνο στις περιπτώσεις όπου αυτό είναι απαραίτητο84 και όχι σε 
επεξεργασίες «χαµηλού κινδύνου», όπως συµβαίνει ενίοτε στην πράξη. Σαφείς 
κατευθύνσεις σε ποιες περιπτώσεις αυτό απαιτείται δίνει η υπ’ αριθ. 65/2018 απόφαση 
της ΑΠΔΠΧ, όπως και οι Κατευθυντήριες Γραµµές της οµάδας εργασίας του άρθρου 
29 από 4-4-201785. 
 Η διαδικασία αυτή έχει χρησιµοποιηθεί σε επεξεργασίες που αφορούν 
ευαίσθητα ζητήµατα ευρύτερου ενδιαφέροντος, όπως είναι η σύγχρονη εξ αποστάσεως 
εκπαίδευση86 ως µέτρο για την αντιµετώπιση του κορωνοϊού, αλλά και σε ειδικές 
περιπτώσεις, όπως λ.χ., για την ένταξη των εταιριών διαχείρισης απαιτήσεων στους 
αποδέκτες της «µαύρης» και της «λευκής» λίστας του Τειρεσία87.  
Εν γένει, η εκτίµηση αντικτύπου σχετικά µε την προστασία δεδοµένων πρέπει 
να διενεργείται στη συστηµατική παρακολούθηση δηµοσίως προσβάσιµου χώρου µε 
συστήµατα CCTV, στην επεξεργασία ειδικών κατηγοριών δεδοµένων (π.χ., αρχεία 
ασθενών) σε νοσηλευτικά ιδρύµατα, αλλά και όταν γίνεται χρήση καινοτόµων 
                                                             
84 Βλ. σχετ. Ιγγλεζάκη, Ο Γενικός Κανονισµός Προστασίας Προσωπικών Δεδοµένων, ό.π., σελ. 257επ. 
85 Βλ. Οµάδα εργασίας του άρθρου 29, Κατευθυντήριες γραµµές για την εκτίµηση του αντικτύπου 
σχετικά µε την προστασία δεδοµένων (ΕΑΠΔ) και καθορισµός του κατά πόσον η επεξεργασία 
«ενδέχεται να επιφέρει υψηλό κίνδυνο» για τους σκοπούς του κανονισµού 2016/679, WP 248 αναθ. 01. 
86 Βλ. την Υ.Α. 57233/Υ1/2020 (Σύγχρονη εξ΄ αποστάσεως εκπαίδευση), ΦΕΚ Β/1859, 15.5.2020. 
Σχετικά αναφέρεται στην απόφαση (στοιχ. 9) ότι διενεργήθηκε η από 15.5.2020 εκτίµηση αντικτύπου 
σχετικά µε την προστασία δεδοµένων. 
87 Βλ. απόφαση 18/2019 ΑΠΔΠΧ, σχετ. https://www.lawspot.gr/nomika-nea/apdph-ektimisi-
antiktypoy-gia-tin-entaxi-ton-etaireion-diaheirisis-apaitiseon-stoys  
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τεχνολογιών, όπως είναι, λ.χ., το gps, οι βιοµετρικές εφαρµογές, οι εφαρµογές ΙοΤ κοκ. 
Η σηµασία της, δε, θα αναδεικνύεται, όσο διευρύνονται οι περιπτώσεις όπου βρίσκει 
εφαρµογή και στο βαθµό που αυτό γίνεται γνωστό. Για το λόγο αυτό, είναι κρίσιµο να 
δίδεται δηµοσιότητα στη µεθοδολογία και τα αποτελέσµατα των εκτιµήσεων 
αντικτύπου στην προστασία δεδοµένων, όπου αυτό είναι δυνατό. Σχετικά και η οµάδα 
εργασίας του άρθρου 29 επισηµαίνει ότι η δηµοσίευση της ΕΑΠΔ δεν συνιστά νοµική 
απαίτηση του Κανονισµού, ωστόσο, οι υπεύθυνοι επεξεργασίας θα πρέπει να 
εξετάζουν το ενδεχόµενο δηµοσίευσης τουλάχιστον αποσπασµάτων αυτής, στα οποία 
να περιλαµβάνεται η σύνοψή ή τα συµπεράσµατά της88. 
                                                             
88 Βλ. WP 248 αναθ. 01, ό.π., σελ. 22. 
