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Abstrakti
Procesi i Rutimit të informacioneve është njëri nga proceset esenciale duke filluar nga rrjetet
më të vogla komunikuese.
Me rritjen dhe zhvillimin e rrjetave kompjuterike ne madhësi dhe për nga kompleksiviteti i
tyre edhe çështjet e rutimit te informacioneve apo konfigurimi i rrugëve se kah duhet të shkoj
ai informacion bëhet me delikat.
Në këtë mënyrë duhet tu kushtohet shumë kujdese aftësive për menaxhimin e rrjetave të
kompjuterëve (qofshin ato rrjeta të vogla, mesme apo të mëdha) , dizajnimin e tyre si dhe
mirëmbajtjes së tyre (Network troubleshooting).
Për administrimin e rrjetave te kompjuterëve dhe sistemeve te distribuimit nevojiten ekspert te
kësaj lëmi dhe për këtë qellim janë krijuar shkolla te ndryshme, te cilat merren me trajnimin
dhe ofrojnë kurse te ndryshme për shkollim duke filluar prej fillestareve të cilët marrin një
baze elementare mbi njohjen e rrjetave dhe te sistemeve distribuese pastaj ata të cilët marrin
diploma te niveleve te mesme e te cilën janë profesional ne pune me Ruter si dhe niveli i
eksperteve te cilët janë ne gjendje te merren me dizajnimin e sistemeve, administrimin dhe
mirëmbajtjen e tyre.
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Hyrja
Fillimisht kishte me qenë e nevojshme një njohje sipërfaqësore sa i përket protokollit TCP/IP
i cili është njëri prej protokolleve kryesore ne procesin e Rutimit të informacioneve apo ma
mirë të themi paketave të cilat i përmbajnë në vete informacionet që dëshirojmë ti
transmetojmë në një rrjetë të kompjuterëve apo sistem distribues.
Protokollet e rutimit me të cilat bëhet i mundur transmetimi i të dhënave ndahen në Static
Routing Protocols dhe Dynamic Routing Protocols.
Në grupin e Dynamic Routing Protocols hyjnë: RIP, RIP2, IGRP, EIGRP, OSPF, IS-IS dhe
BGP.
Këto protokolle të rutimit ndahen në Distance Routing Protocol, në grupin e të cilëve bën
pjesë protokolli RIP dhe IGRP , dhe në Link State Routing Protocol, në grupin e të cilëve bën
pjesë protokolli OSPF dhe IS-IS. Këto dy grupe do të jenë temë e diskutimit dhe elaborimit të
këtij projekti.
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1.

Konceptet bazike

Njeri prej modeleve kryesore që mundëson, kontrollon dhe kontribuon në Rutimin e paketave
është TCP/IP modeli, i cili ne vete përbehet prej disa shtresave (Layer’s) neper te cilat kalon
informacioni për tu transmetuar ne një sistem te distribuimit. [1]
Ne vazhdim do te tregojmë një ndërlidhje ne mes te TCP/IP modelit dhe OSI modelit (Open
System Interconnection Reference Model).[1]
Ndërlidhshmerin e shtresave (Layer’s) ne mes te këtyre dy modeleve është dhënë ne tab 1.

Tab 1. TCP/IP protocol suite. [1]

OSI MODEL

TCP/IP MODEL

APPLICATION
PRESENTATION

APPLICATION

SESSION
TRANSPORT

HOST-TO-HOST

NETWORK

INTERNET

DATA LINK

NETWORK
INTERFACE

PHYSICAL
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Physical layer

përmban protokollet në lidhje me mediumin në të cilin TCP/IP do të

komunikoj. [1]
Data link layer përmban protokollet të cilat kontrollojnë shtresën fizike, si janë identifikuar
pajisjet në këtë medium dhe si janë strukturuar shënimet para se te bëhen te transmetueshme
Protokollet të cilat vlen të përmenden në këtë shtrese janë: IEEE 802.3/Ethernet, FrameRelay,
ATM, dhe SONET. [1]
Internet layer kryesisht është përgjegjës për të bërë të mundur rutimin e shënimeve në një
rrjetë logjike duke e definuar saktë formatin e paketave dhe të adresimit që përmbajnë këto
paketa [1]
Host-to-Host layer i specifikon protokollet te cilat e kontrollojnë shtresën e internetit, me
tepër se sa Data Link layer e kontrollon shtresën fizike apo mediumin nëpër të cilin do të
transmetohen të dhënat.[1]
Application layer siç shihet nga fig 1. kjo shtresë të TCP/IP modeli i ngërthen në veti të tri
shtresat e OSI modelit Session, Presentation dhe Aplication. Shërbimi me i zakonshëm i kësaj
shtrese është që të siguroj interfejsin me të cilin shfrytëzuesi qaset në rrjetë.[1]
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1.1.

IP Packet Header

Në vazhdim do te paraqesim formatin e IP Packet Header, i cili është i specifikuar përmes
RFC 791. Shume fusha në këtë paketë kanë rëndësi të veçantë në procesin e rutimit

Fig 1. IP packet header [1]
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1.2.

Përshkrimi i IP Paketës

Fusha Version përcakton versionin e IP-së së cilës i përket paketa, siç po shihet nga figura
kësaj fushë i është caktuar 4bita të cilat janë të formatit 0100 për versionin 4, IPv4 ose të
formatit 0110 për versionin 6, IPv6:[1]
Fushës Header Length po ashtu ju është ndarë 4 bit dhe përbën IP Header e cila në total ka
në dispozicion 32 bit
Fusha Type of Service (TOS), përbehet prej 8 bitëve dhe përdoret për një trajtim të veçantë të
paketës. Kjo fushë aktualisht mund të ndahet në 2 fusha: në Precedence dhe në TOS.
Njëherit pjesa Precedence e përcakton prioritetin e paketës.
Fusha Total Length është 16 bitësh dhe specifik gjatësinë totale të paketës duke përfshirë
Hederin ne oktete
Fusha Identifier është e përcaktuar me 16 bit, përdoret si e bashkim i Flags dhe Fragment
Offset fushës e qe përdoret për fragmentimin e paketës, pra paketa mund te fragmentohet ne
pjese me te vogla nëse gjatësia origjinale e shënimit kalon maksimumin e njësisë transmetues
Fusha Flags i ka 3 bit ne te cilën biti i pare është i papërdorshëm. Biti i dyte quhet si Don’t
Fragment bit (DF) dhe nëse është i ndezur, dmth. është 1, Ruteri nuk mund ta fragmentoj
paketën dhe nëse paketa nuk mund te fragmentohet Ruteri e hedhë atë paketë dhe dërgon një
sinjal gabimi te dërguesi
Fusha Fragment Offset është 13 bitësh dhe specifikon ofsetin prej fillimit te Hederit e deri te
fillimi i fragmentit. Duke pasur parasysh se fragmenti jo gjithmonë mund te mos arrij ne
sekuencat e nevojshme, fusha Fragment Offset lejon qe këto pjesë të rimblidhen në mënyrë
korrekte.
Fusha Time to Live (TTL) është një fushe 8 bitësh së cilës i vihet një numër i caktuar me
rastin e gjenerimit te paketës për herë të parë. Me kalimin e paketës prej Ruterit në Ruter
secili prej tyre zvogëlon këtë numër dhe kur ky numër behet zero, atëherë Ruteri do at hedhe
paketën dhe një mesazh gabimi do ti gjenerohet dërguesit.
Fusha Protocol është një fushe 8 bitësh e cila ne Transport Layer vendose adresën ose numrin
e protokollit në paketë e që tregon se për ku është i destinuar informacioni

5

Fusha Header Checksum është një fushe 16 bitësh dhe e cila i detekton gabimet për IP
Hederin:[1]
Fusha Source dhe Destination Address është një fushe 32 bitësh dhe detekton IP adresën se
prej cilit burim është nisur paketa deri te cili burim është destinacioni i saj[1]
Fusha Options është një fushe e ndryshueshme për nga numri i bitëve, këtë e thotë edhe vet
emri i kësaj fushe dmth. është opcionale. Hapësira i është shtuar paketës ne mënyrë që të
përmbaj ose informacionin e gjeneruar nga burimi i informacionit ose e rezervuar për
informacionin që do ta vendosë në të ndonjë ruter tjetër [1]
Fusha Padding siguron qe Hederi te përfundoj si 32 bitësh duke shtuar zero pas fushës
Option derisa arrihet shumëfishi i madhësisë 32 [1]
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1.3.

IPv4 Adresat

Modeli i IPv4 adresave janë me gjatësi 32 bitësh, ato kanë pjesën network dhe pjesën host.
Pjesa network identifikon linkun logjik dhe është e njohur për të gjitha pajisjet të kyçura në
atë rrjetë, ndërsa pjesa host indenfifikon vetëm një pjese te pajisjeve të kyçura në atë link.[1]

1.4.

Klasat e IPv4 Adresave

Duke u bazuar në pjesën e Network-ut dhe te Host-it, IP adresat e versionit 4 ndahen në tri
grupe kryesore grupi A, B, C.
Në figurën poshtë kemi paraqitur se cilat nga oktetet e secilit grup të IPv4 adresave i përkasin
Network-ut e cila Host-it.[1]

Fig 2. IP packet protocol [1]

Ekzistojnë edhe dy klasa te adresave, klasa D dhe klasa E.
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Në tabelën poshtë kemi paraqitur rangun e IP Adresave nëpër klasa.

Tab 2. IP Address range [4]

CLASS

ADDRESS RANGE

SUPPORTS

A

1.0.0.1 to 126.255.255.254

Supports 16 million hosts on each of 127
networks

B

128.1.0.1
191.255.255.254

to

Supports 65,000 hosts on each of 16,000
networks

C

192.0.1.1
223.255.255.254

to

Supports 254 hosts on each of 2 million
networks

D

224.0.0.0
239.255.255.255

to

Reserved for multicast groups

E

240.0.0.0
254.255.255.254

to

Reserved for future use, or Research and
Development Purposes

Rangu i adresave 127.x.x.x janë të rezervuar për loopback adresa, psh. Adresa 127.0.0.1 është
një loopback adrese e rendomt, ndërsa rangu 255.255.255.255 është një broadcasts adresë për
të gjithë shfrytëzuesit e rrjetës lokale.[1]

Në figurën poshtë është paraqitur rangu i IP adresave të cilat janë te rezervuara për përdorim
privat e që janë të definuar nga Internet Assigned Numbers Authority - IANA.
Tab 3. IANA Reserved private IPv4 network ranges [5]

START

END

No. of Addresses

24-bit block (/8 prefix, 1 × A)

10.0.0.0

10.255.255.255

16 777 216

20-bit block (/12 prefix, 16 ×
B)

172.16.0.0

172.31.255.255

1 048 576

16-bit block (/16 prefix, 256 ×
C)

192.168.0.0

192.168.255.255

65 536
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1.5. Subnet Mask
Subnet Maska përdoret për te përkufizuar se cili subnet i përket një IP adrese. Siç e kemi
përmendur me herët IP adresa përbëhet prej dy pjesëve, prej network dhe prej pjesës së
hostit.:[2]
Procesi i Subnetimit i mundëson administratorit të rrjetit që edhe më tej ta ndaj pjesën e hostit
në dy e më shumë sabneta.
Në këtë mënyrë pjesa e adresës së hostit është e rezervuar për të identifikuar një sabnet të
veçantë.

Në figurën vijuese është paraqitur Subnet Maska për të tri klaset A,B,C te IPv4 adresës

Class

Mask

Dotted Decimal

A

11111111000000000000000000000000

255.0.0.0

B

11111111111111110000000000000000

255.255.0.0

C

11111111111111111111111100000000

255.255.255.0

Fig 3. Address masks for Class A, B, and C IPv4 addresses [1]

\
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2.

Protokollet e Rutimit

Protokollet e rutimit janë protokolle të cilat specifikojnë se si Ruterët mund të komunikojnë
njeri me tjetrin duke përhapur informacionet të cilat ju mundëson atyre te përzgjedhin rrugët
në mes të dy nyejve të rrjetës së kompjuterëve, zgjedhja apo përcaktimi i një rruge bëhet
përmes një algoritmi të rutimit.[2]
Në përgjithësi dallojmë protokollet statike te rutimit dhe ato dinamike.
Dallimi në mes tyre ekziston ngase në rastin e parë duhet që në mënyrë manuale të
regjistrohet një rruge (rute) si dhe kur ndryshon ndonjë rute duhet prapë manualisht te bëjmë
korrigjimin me qellim qe ta optimalizojmë rrjetën e kompjuterëve.
Në rastin e protokolleve dinamike te rutimit një procedure e tille behet ne mënyrë automatike,
dmth. vet ruteri kujdeset për njohjen e topologjisë së rrjetës dhe optimalizimin e saj varësisht
se me cilin dinamik ruting protokoll është i konfiguruar.
Secili Ruter si prioritet ka vetëm njohjen e rrjetës e cila është direkt e lidhur me te, kurse
protokollet e rutimit i shpërndajnë këto informacione se pari në mes të fqinjëve të lidhur
direkt në mes veti e pastaj në gjithë rrjetën. [2]
Në këtë mënyrë Ruterët mbledhin të tërë informacionet e nevojshme për topologjinë e rrjetës.

Fig 4. Directed connected Network [1]

Each router knows about its directly connected networks from its assigned Addresses and
Mask’s
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2.1.

Llojet e Protokolleve të rutimit

Edhe pse kemi disa lloje të protokolleve të rutimit ne do ti përmendim tri grupe kryesore të
tyre:


Interior gateway routing via Link-State routing protocols, sikur që është OSPF dhe IS-IS



Interior gateway routing via Path vector or Distance vector protocols, sikur që është RIP
IGRP dhe EIGRP



Exterior gateway routing. BGPv4 i cili është një protokoll i rutimit që përdoret për
internet dhe shërben për rutimin në mes të dy Internet Service Provider-ve [2]

2.2.

Veçoritë e protokolleve të rutimit

Specifikat karakteristike të protokolleve te rutimit përfshijnë:


Mënyrën me të cilën protokollet parandalojnë formimin e routing loop ose ndërprenë këtë
loop nëse ajo veç është formuar



Mënyrën se si protocol zgjedhin rrugën e preferuar duke shfrytëzuar informacionet rreth
hop costs



Përmes kohës qe nevojitet për të konvergjuar rrjeta



Se sa shpejt ato zhvillohen/ përshtaten ne topologjinë e rrjetës



Si dhe prej një mori faktorëve te tjerë [2]
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2.3.

Procedurat e Protokolleve të Rutimit

Të gjithë Protokollet dinamike të rutimit janë të ndërtuara të punojnë në formën e një
Algoritmi. Përgjithësisht procedura e një Algoritmi është zgjidhja hap-pas-hapi e problemeve.
Disa nga procedurat te cilat duhet ti ndjeke Algoritmi i protokolleve dinamike te rutimit
janë:[1]


Procedura për dorëzimin e informacionit te Ruteri në lidhje me shtrirjen e rrjetit



Procedura për pranimin e informacionit nga Ruteret tjerë ne lidhje me shtrirjen e rrjetit



Procedura për përcaktimin optimal të rrugëve duke u bazuar në informacionin e shtrirjes
së rrjetit të kompjuterëve si dhe për ruajtjen e këtyre të dhënave në tabelën e rutimit



Procedura për të reaguar dhe korrigjuar ndryshimet eventuale në rrjetë
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3.

Distance Vector Protokolli i Rutimit – RIP

Në teorinë e komunikimeve kompjuterike , Distance Routing Protocol është njeri nga klasët
më të rëndësishme të protokolleve të rutimit. Tjetra klasë e rëndësishme e protokolleve të
rutimit është Link-State.
Distance Routing Protocol përdor algoritmin Bellman Ford, Ford Fulkerson ose Dual FSM
(ne rastin e Cisco Protocoleve) për kalkulimin e rrugëve (paths).
Termi distance vector i referohet faktit se protokolli manipulon me vektor (arrays) me
distancat e nyjeve te tjera te rrjetit
Ruteri duke përdorur protokollin distance vektor nuk është ne gjendje ta njoh tërë path-in deri
te destinacioni për këtë arsye ai përdorë këto dy metoda:


Përcakton drejtimin në të cilin ose interfejsin në të cilin paketa duhet të transmetohet



Përcakton distancën prej destinacionit ku është

Shembuj te distance-vector protokolleve te rutimit janë protokollet RIPv1 dhe RIPv2, IGRP
dhe EIGRP.
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3.1.

Veçoritë kryesore te distance vektor protokolleve të rutimit

Një distance-vector protokoll i rutimit përdor një algoritëm te rutimit më të cilin ne mënyrë
periodike (periodic update), e dërgon te dhënat e veta nga tabela e rutimit deri te të gjithë
ruterët fqinjë.
Në figurën poshtë është paraqitur një distance-vector algoritëm se si funksionon.
Në këtë shembull si metrik është përdorur hop coun-ti.

Fig 5. Distance vector protocols converge hop-by-hop [1]
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3.2.

Funksionimi i RIP protokollit të rutimit

Procesi i protokollit të rutimit RIP funksionon përmes UDP protokollit (User Data Protocol),
në portin 520. [1]
Të gjitha mesazhet e RIP-it janë të ambalazhuara, të mbështjella (encapsulated) përmes UDPsë segmentit në të dy rastet e bartjes së informatave nga burimi i tyre kah destinacioni dhe
anasjelltas.
Gjatë bartjes së informacioneve përmes këtij ruting protokolli dmth. RIP-it, definohen dy lloje
të mesazheve: mesazhet të cilat paraqesin kërkesë dhe mesazhet që ju përgjigjen këtyre
mesazheve kërkesë.[1]
Mesazhet që paraqesin kërkesë përdoren për të kërkuar nga ruteri fqinjë që të dërgoj ndonjë
informatë në lidhje me ndryshimet e shkaktuara në rrjetë (updates), kurse mesazhet të cilat i
kanë këto informata të rifreskimit të rrjetës janë mesazhet të cilat japin përgjigje këtyre
kërkesave.
Metriku të cilin e përdor RIP-i është hop-count-i, ruteri i cili është i konfiguruar me ruting
protokollin RIP ka metrikun 1 me ruterin i cili është direkt i lidhur me te, ndërsa ka metrikun
16 për rrjetën të cilën nuk e arrin ose nuk e sheh.[1]
Në fillim të procesit të gjithë ruterët të cilët janë të konfiguar në rrjetë dërgojnë nga një
mesazh kërkues te të gjithë ruteret tjerë në rrjetë në mënyrë që ti presin mesazhet me te cilat
secili ruter do të përgjigjet duke dërguar në tërësi tabelën e rutimit për rrjetën përkatëse.
Në këtë mënyrë përmes këtyre mesazheve te gjithë ruteret shkëmbejnë të gjithë informacionin
e nevojshëm për rrjetën e tyre duke plotësuar gjithsecili tabelën e vet të rutimit duke përfshirë
adresën e ruterit prej të cilit i ka ardhur informata dhe metrikun për rrjetën përkatëse.
Nëse një rrjetë të caktuar RIP-i si ruting protokoll e ka futur në tabelën e rutimit, ai atë do ta
zëvendësoj vetëm nëse i vjen ndonjë informatë e re për ndonjë rrjetë e cila ka metrikun më të
vogël se sa rrjeta përkatëse e regjistruar.
Nëse ruterit i cili përdorë RIP si protokoll të rutimit i vjen ndonjë informacion për ndonjë
rrjetë e që ka metrikun më të madh se sa metriku me të cilin ai veç e ka të regjistruar në
tabelën e rutimit, atëherë ai këtë rrjetë (network) e konsideron si të paarritshëm.
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3.3.

Formati i mesazheve të protokollit RIP

Çdo mesazh në këtë format përmban një komandë dhe një version numër dhe mund të mbaj
shënimet për më së shumti 25 rrugë të rrjetës, çdo rrugë përmban nga një family adresë, IP
adresën e rrugës të cilën e ka në tabelën e rutimit dhe metrikun e rrugës.[1]
Nëse ruteri duhet të dërgoj informacione për më tepër se 25 rrugë, atëherë mesazhe të shumta
të RIP-it do të procedohen.[1]
Duhet të kihet parasysh se pjesa fillestare e mesazhit është 4 oktet dhe çdo rrugë e re që duhet
të hyj i ka 20 oktet.
Madhësia maksimale e RIP Datagramit (duke mos përfshirë IP header) është 512 oktet.
Formati i mesazheve të protokollit RIP është paraqitur në fig 6.

Fig 6. RIP message format [1]
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3.4.

Konfigurimi i protokollit RIP

Konfigurimi bazë i protokollit të rutimit RIP ka këto dy hapa te domosdoshme:
1. Së pari bëhet aktivizimi i RIP-it përmes komandës router rip
2. Së dyti specifikohet secila adrese e rrjetës për të cilën është e lidhur ruteri përmes
komandës network (ip address)
Shembull:
konfigurimi në ruterin R1
router rip
network 192.168.100.0
ose
router rip
network 192.168.100.0
network 172.19.0.0

nëse kemi të bëjmë me më shumë interfejsa të ruterit të lidhur në dy rrjeta të ndryshme
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4.

Link-State Protokollet e Rutimit - OSPF

Link state protokollet e rutimit për secilën nyje të rrjetës së kompjuterëve ndërtojnë harta të
rrjetës në formë të grafikëve duke treguar se cila nyjë është e lidhur me nyjën tjetër. [1]
Këto nyja të cilat janë të krijuara për përcjelljen e paketave prej një dege në degën tjetër ne
fushën e internetit quhen Rutera.
Secila nga këto nyje (Ruter), ne mënyrë të pavarur kalkulojnë rrugët më të mira logjike prej
tyre deri te destinacionet e mundshme te rrjetës.
Mbledhja e këtyre kalkulimeve për rrugët më të mira do të krijoj tabelën e rutimit. Në këtë
mënyrë secili Ruter ka një njohur për tërë rrjetën e kompjuterëve.
Link-state protokollet e rutimit nganjëherë quhen edhe si shortest path first ose distributed
database protocols, që dmth. rruga më e shkurtër të kalkulohet e para. [6]
Ky lloj i protokolleve te rutimit është i ndërtuar duke u bazuar ne algoritmet mire te njohura
ne teorinë e grafeve, E. W. Dijkastra shortest path algorithm.
Shembuj të këtij lloji të protokolleve të rutimit mund të marrim protokollet si OSPF dhe ISIS.
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4.1.

Link State “Flooding”

Ruterët të cilët janë të konfiguruar me link-state protokoll, dërgojnë LSA (Link State
Advertisement), te secili fqinje i tyre.[1]
Në këtë mënyrë gjithë secili merr nga fqiu i vetë një LSA dhe e dërgon te secili fqinj i vet
përveç prej atij që e ka pranuar këtë LSA.
Procesi i rrjedhjes se informacioneve përmes LSA (flooding process), është pjesa me
komplekse e link state protokolleve.
Janë një mori rrugë përmes së cilave procesi i rrjedhjes se informatave bëhet me i efektshëm
dhe me i besueshëm - me serioz si psh. duke përdorur unicast dhe multicast adresat.
Gjithashtu duhet te përmendet se janë dy procedura shume te rëndësishme ne këtë proces si:
sequencing dhe aging.

Fig 7. LSAs advertising the change will be flooded throughout the network [1]
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4.2.

Funksionimi i OSPF protokollit te rutimit

Dy ruter të cilët punojnë me protokollin e rutimit OSPF, dërgojnë Hello paketa nga të gjitha
interfejsat e tyre.[3]
Nëse dy ruter i shkëmbejnë Hello paketat e tyre dhe ju përshtaten parametrat e tyre specifike
ata dy ruter bëhen ruter fqinjë.
Secili nga këta ruter fqinjë dërgojnë LSA (link-state advertisements) në të gjithë ruteret tjerë
në rrjetë, përmes LSA-ve përshkruhen te gjitha lidhjet e ruterit qe dërgon LSA, interfejsat e
tyre, ruteret fqinjë të tyre si dhe gjendja e lidhjeve të tyre, me gjendje të lidhjeve nënkuptojmë
nëse lidhjet e tilla janë të ashtuquajtura “stub network” (rrjetë me asnjë ruter tjetër të lidhur që
përdor OSPF, rrjetë e ndonjë fushe tjetër ose një rrjetë e jashtme). [3]
Me shkëmbimin e këtyre LSA-ve, secili ruter i regjistron këto LSA në të ashtuquajturën linkstate data bazë si dhe dërgon një kopje të këtyre LSA-ve te të gjithë ruterët tjerë fqinjë.
Duke u shkëmbyer këto informata përmes LSA-ve për një fushë të caktuar, bëhet që të gjithë
ruteret të ndërtojnë një link-state data bazë identike
Kur kompletohet ndërtimi i kësaj data baze, secili ruter përdor algoritmin SPF (Shortest Path
First), në mënyrë që të llogaritë “loop-free” [3]
Në këtë mënyrë secili ruter ndërton tabelën e rutimit nga algoritmi SPF
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4.3.

Formati i paketës OSPF

Formati i paketës OSPF përbehet prej shume enkapsullimeve (mbështjellësve)
Të dhënat ne pakon e OSPF-it ndryshojnë sipas llojit te paketës, çdo paketë ka një numër
sipas llojit specifik te fushës.
Shënimet që i përmban një Hello paketë kanë të bëjnë me një listë të ruterëve fqinjë të rrjetës.
Link-state “updates” paketat përmbajnë një listë të LSA-ve sikur që shihet në fig 8. poshtë

Fig 8. OSPF packet formats [1]
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4.4.

OSPF Hello protokolli

Te protokolli OSPF i rutimit, “Hello protokolli” përdoret për disa qëllime” [1]
1. Është një mjet përmes së cilit zbulohen ruteret fqinjë
2. Paraqet, reklamon disa nga parametrat për te cilat nëse dy ruter bien ne ujdi atëherë
mund te bëhen fqinjë
3. Këto Hello paketa bëjnë të mundur komunikimin në mes të dy rutereve
4. Siguron komunikim në mes të fqinjëve bidirektorial
5. Përmes këtyre Hello paketave behet e mundur te zgjedhën ruter te caktuar te
ashtuquajtur DR (designated router) ose back-up ruteret te ashtuquajtur BDR (backup
designated router), (DR dhe BDR zgjedhën ne mënyrë që të marrin rolin e kontrollimi
të fushës ku ata operojnë, nëse ruteri DR bien nga sistemi atëherë rolin e merr ruteri i
cili është zgjedhë si BDR)
Ruteret të cilët e kanë OSPF-in e konfiguruar i dërgojnë në mënyrë periodike këto Hello
paketa dhe intervali periodik i dërgimit quhet Hellointerval dhe i cili ka një kohëzgjatje prej
10sec për rrjetet “broadcast” dhe 30sec për rrjetet “non-broadcast”
Secila nga këto paketa i përmban një mori informacione si: router ID, area ID, address mask,
authentication type, hello interval, router dead interval, router priority, DR dhe BDR.

4.5.

Llojet e rrjetave në OSPF

Në protokollin e rutimit OSPF i definojmë pesë lloje të rrjetave:
1. Rrjetat Point-to-point (T1, DS-3 dhe SONET)
2. Rrjetat Broadcast (Ethernet, Token Ring dhe FDDI)
3. Rrjetat Nonbradcast Multiaccess (NBMA), (X.25, Frame Relay dhe ATM)
4. Rrjetat Point-to-multipoint
5. Rrjetat virtuale
Përveç këtyre pesë llojeve të rrjetave duhet të theksohet se të gjitha këto lloje të rrjetave u
takojnë njërës nga këto dy kategori: Transit dhe Stub.[3]
Dallimi në mes të këtyre dy llojeve të rrjetave qëndron në atë se rrjetat Transit i kanë dy e më
shumë ruter të lidhur në të, ndërsa rrjetat Stub kanë një dhe vetëm një ruter të lidhur.

22

4.6.

Konfigurimi i protokollit OSPF

Konfigurimi bazë i protokollit të rutimit OSPF ka këta tri hapa të domosdoshëm:
1. Përcakton zonën për të cilën çdo interfejs i ruterit është i lidhur
2. Aktivizohet protokolli OSPF përmes komandës router ospf (process-id)
3. Specifikon interfejsin në të cilin është i aktivizuar OSPF-i dhe fushën së cilës i përket
përmes komandës network area [3]
Shembull:
konfigurimi ne ruterin R1
router ospf 10
network 0.0.0.0 255.255.255.255 area 1
ose
router ospf 20
network 192.168.20.0 0.0.0.255 area 0
network 192.168.30.0 0.0.0.255 area 1

nëse kemi të bëjmë me më shumë interfejsa të ruterit të lidhur në dy rrjeta të ndryshme si dhe
në dy fusha te ndryshme, në rastin tonë area 0 dhe area 1.
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5.

Distance Vector protokollet e rutimit kundrejt Link State

Përderisa distance vector ruting protocol (RIP, RIPv2), quhen protokolle të cilat
informacionet për rrjetën e kompjuterëve i marrin vetëm nga fqinjët e tyre dhe si të tilla ato
quhen routing-by-rumor, protokollet e formatit link state (OSPF), e kane shumë më lehtë të
marrin vendimin më të mirë në lidhje me atë se cila rutë është më e mira ngase ato kanë
informacione për tërë topologjinë e rrjetës.[7]
Më sipër kemi treguar se Ruteret të cilët janë të konfiguruar me një ruting protokoll të
formatit link state, informacionet ne mes vetit i shkëmben pothuajse menjëherë sapo të
gjenerohen këto informata përmes LSA
(Link State Advertisement), për dallim prej distance vector routing protokolleve të cilët duke
u bazuar në algoritmin e Bellman-Fordit duhet së pari algoritmi të procedohet e pastaj të bëhet
një rifreskim i tabelës së rutimit. [1]
Si rezultat i kësaj, link state protokollet konvergjojnë shumë më shpejt se sa distance vector
protokollet me rastin e ndryshimit të topologjisë së rrjetës.
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5.1.

Diferencat në mes RIP dhe OSPF

Në vazhdim po japim disa nga diferencat që e karakterizojnë njërin dhe protokollin tjetër
-

RIP-i shfrytëzon më tepër bandwidth sidomos në rrjetet e mëdha për shkak se dërgon
broadcast në të gjithë rrjetën e kompjuterëve (dërgon tërë tabelën e rutimit te të gjithë
ruteret në rrjetë dhe kjo ndodhe çdo 30sec.), ndërsa OSPF-i nuk dërgon broadcast, por
u dërgon vetëm rutereve fqinje me rastin e ndonjë ndryshimi në rrjetë dhe kjo ndodhë
çdo 30min.

-

RIP-it i duhen 30 – 60sec kohe të konvergjoj ndërsa OSPF-i konvergjon pothuajse
menjëherë edhe në rrjetet e mëdha kompjuterike

-

RIP nuk përkrah NetMasken ndërsa OSPF-i përkrah (CIDR)

-

Përgjithësisht që të dy këto protokolle ju mundësojnë pajisjeve (ruterit dhe switchave), në rrjetet kompjuterike se si të arrijnë nga pika A në pikën B të rrjetit sidomos në
rastet kur ka më tepër rrugë në mes të këtyre dy pikave. Për këtë qëllim RIP-i
shfrytëzon algoritmin
Hop- Count si metrik për përcaktimin e rrugës (path-it) më të mirë pavarësisht nëse
ka rrugë tjera me bandwith më të madh, ndërsa OSPF-i shfrytëzon algoritmin
Link-State, i cili është një algoritëm me inteligjent ngase e ndërton në vete tërë
topologjinë e rrjetës duke u bazuar në disa karakteristika si: cost, bandwith, delay,
length, reliagility etj. [8]

-

RIP-i si një ruting protokoll është me i vjetër, më i thjesht, shfrytëzon shume resurse
dhe është më i ngadalshëm, ndërsa OSPF-i është më i mirë, më i shpejt, më efikas dhe
mbështetet pothuajse nga çdo pajisje e re

-

Një përparësi e vetme e protokollit RIP ndaj atij OSPF që mund ta përmendim është
në rastet e rrjeteve të vogla kompjuterike, në këto raste RIP-i është më i përdorshëm
ngase është më i thjesht dhe nuk kërkon numër të madh të pajisjeve për
funksionalizimin e trafikut
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6.

Metodologjia e Hulumtimit

Objektivi i hulumtimit është për te gjetur teknologji – protokolle sa më të përshtatshme për
qasje dhe rutimin e te dhënave përmes Internet protokollit.
Metodologjia e hulumtimit tim kërkon mbledhjen e te dhënave përkatëse nga librat e
dedikuara për protokollet e rutimit, dokumenteve te specifikuara për rutimin e te dhënave,
zhurnalëve te ndryshme ne mënyrë qe te analizojnë materialin dhe te arrijnë në një kuptim më
të plotë në lidhje me pyetjet e mëposhtme përmes hulumtimit:
1. Veçoritë e përgjithshme te protokollit te rutimit RIP
2. Veçoritë e përgjithshme te protokollit te rutimit OSPF
3. Koha e konvergjencës se rrjetës duke përdorë RIP dhe OSPF protokollet
4. Dobësitë dhe përparësitë e njërit protokoll ndaj tjetrit
5. Operimi në rrjetë, migrimi nga njëri protokoll në tjetrin dhe konfigurimi i
këtyre dy protokolleve

Një përshkrim i shkurtër se si dhe cilat elemente të hulumtimit janë marrë në konsideratë

6.1.

Qasja empirike

Në mënyrë që të këtë një përfundim të bazuar në fakte reale e jo në bazë të preferencave, kam
konsideruar dhe krahasuar karakteristikat teknike për protokollet e ndryshme të rutimit marr
për bazë parakushtet e njëjta.

6.2.

Vrojtim

Vëzhgimi i përdorimit të njërës teknologji në krahasim me tjetrën ka rezultuar se OSPF-i ka
një depërtim shumë më të lartë për shkak të veçorive më të mira që ka treguar në krahasim me
RIP-in.
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6.3.

Hipotezat

Para se te filloj kërkimin kam pritur se:
-

OSPF ruting protokolli do të jetë shumë më i përshtatshëm në krahasim me RIP-in
dhe që njëherit do të jetë zgjidhja e përshtatshme për rrjetët e mesme dhe të mëdha
të kompjuterëve.

6.4.

Eksperimenti

Një topologji e caktuar u zgjodh për testimin dhe krahasimin e parametrave te këtyre dy
teknologjive – protokolleve te rutimit RIP dhe OSPF.

6.5.

Analiza

Pas grumbullimit të gjitha të dhënave në lidhje me parametrat teknike te këtyre dy
protokolleve te rutimit, kam analizuar duke pasur parasysh rastin e përmendur me larte qasjen
e hulumtimit.

6.6.

Konkludimi

Duke analizuar karakteristikat qe kane treguar protokollet OSPF dhe RIP ne topologjinë e
përzgjedhur, kam përfunduar se cili nga këta dy protokoll do te ketë qasje dhe do te jete me i
përshtatshëm për bartjen e informacioneve ne rrjetë.
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7.

Migrimi i rrjetës në “Core Network” nga protokolli i rutimit
RIP në OSPF

Për të treguar migrimin e protokollit të rutimit RIP në OSPF kam përzgjedhur topologjinë si
në fig.9 poshtë . Migrimi është bërë duke vendosur ruting protokollin OSPF në “Core
Network” , ndërsa RIP-in në “edge”. [10]

Core Network

Nënkuptojmë pajisjen, Switch-in, i cili është i vendosur në qendër të
rrjetës funksionale dhe i cili përdoret për lidhjen e serverëve të ndryshëm,
të kompanive të tjera të internetit përmes ruterit (ISP – Internet Service
Provaider), pastaj lidhë të gjithë switch-at e tjerë të cilët kompania i përdor.
Si rezultat i kësaj ky switch i cili përdoret në “Core Network” duhet të jetë
shumë i shpejt dhe ti ketë të gjitha veçoritë për ta menaxhuar rrjetën.[10]

Edge

Edge-Switch-at ne anën tjetër mundësojnë lidhjen e pajisjeve të klientëve
si psh. laptopet e tyre, desktopet pastaj wireless transmetuesit në rrjetë etj.
Një shembull i përdorimit te këtyre switcha-ve është ne dhomat e
konferencave ku mund te përdoret psh. switch-i i llojit Cisco200series. [10]
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Fig 9. Displays the current RIP network that should migrate to OSPF [9]

Në tre shembujt e me poshtëm kam treguar konfigurimin e protokollit RIP, si protokoll i
vetëm në rrjetë, në tre ruterët e topologjisë e cila është paraqitur ne fig.9
Shembulli 1. Konfigurimi i RIP-it në ruterin R1
hostname R1
enable password cisco
!
ip subnet-zero
!
!
Shtojca A
!
!
line con 0
end
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Shembulli 2. Konfigurimi i RIP-it në ruterin R2

hostname R2
enable password cisco
interface Loopback0
ip address 141.108.9.1 255.255.255.0
!
!
Shtojca A
!
!
router rip
network 141.108.0.0
!
ip classless
!
end
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Shembulli 3. Konfigurimi i RIP-it në ruterin R3
hostname R3
enable password cisco
!
no ip domain-lookup
!
!
Shtojca A
!
!
interface Serial1
!
ip address 141.108.253.1 255.255.255.0
bandwidth 125
clockrate 125000
!
router rip
network 141.108.0.0
!
end
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Pas konfigurimeve të mësipërme me komandën: show ip route në R1, do të shohim se si
RIP-i funksionon në rrjetë
Shembulli 4. show ip route
R1#show ip route
141.108.0.0/24 is subnetted, 26 subnets
R

141.108.253.0 [120/1] via 141.108.255.2, 00:00:15, Serial1/0
[120/1] via 141.108.254.2, 00:00:11, Serial1/1

C

141.108.255.0 is directly connected, Serial1/0

C

141.108.254.0 is directly connected, Serial1/1

!
!
Shtojca B
!
!
R

141.108.20.0 [120/1] via 141.108.254.2, 00:00:13, Serial1/1

R

141.108.23.0 [120/1] via 141.108.254.2, 00:00:13, Serial1/1

R

141.108.22.0 [120/1] via 141.108.254.2, 00:00:13, Serial1/1
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7.1.

Konfigurimi i rrjetës për migrimin nga RIP në OSPF

Për fillim duhet të shtojmë ruting protokollin OSPF në rrjetë duke vendosur të gjitha WAN
interfejsat në zonën 0 (zona zero).
Shembulli 5 tregon konfigurimin e OSPF-it ne ruterin R1 nëpër interfajsin WAN tek R1 dhe
R2. Te njëjtin konfigurim e bëjmë edhe ne ruterat R2 dhe R3 (gjithmonë duhet ti referohemi
topologjisë e cila është dhënë në fig. 9).
Shembulli 5. Konfigurimi i OSPF-it në R1
R1(config)#router ospf1
R1(config-router)#network 141.108.255.0 0.0.0.255 area 0
R1(config-router)#network 141.108.254.0 0.0.0.255 area 0
R1(config-router)#router rip
R1(config-router)#passive-interface serial 1/0
R1(config-router)#passive-interface serial 1/1

Sqarim:
Konfigurimi në R1 shihet se është bërë të mos dërgoj RIP updates në S1/0, te R2 dhe në S1/1,
te R3, dmth. ky konfigurim ndalon dërgimin e updatave të panevojshëm neper WAN linkat.
(S1/0 dhe S1/1 – janë portet seriale te Ruterëve).
Deri në këtë fazë nuk kemi konfiguruar asnjë rishpërndarje ( ridistribuim) kështu që nuk do të
kemi lidhje (connectivity) në mes interfejsave Ethernet dhe Loopback.
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Në shembullin 6 përmes komandës show ip route në R1 do ta konfirmojmë statusin e lidhjeve
IP.
Shembulli 6. Show ip route në R1
R1#show ip route
141.108.0.0/24 is subnetted, 10 subnets
O

141.108.253.0 [110/1562] via 141.108.255.2, 00:00:04, Serial1/0

C

141.108.255.0 is directly connected, Serial1/0

C

141.108.254.0 is directly connected, Serial1/1

C

141.108.1.0 is directly connected, Ethernet0/0

C

141.108.3.0 is directly connected, Loopback1

C

141.108.2.0 is directly connected, Loopback0

C

141.108.5.0 is directly connected, Loopback3

C

141.108.4.0 is directly connected, Loopback2

C

141.108.7.0 is directly connected, Loopback5

C

141.108.6.0 is directly connected, Loopback4

Sqarim:
Siç po shihet nga rezultati i mësipërm rruga e vetme e dukshme në Ruterin R1 janë rrugët
lokale (rrugët direkt të lidhur me R1), dhe lidhja WAN mes R2 dhe R3.
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Shembulli 7 tregon konfigurimin e rishpërndarjeve (RIP to OSPF redistribucion), të rrugëve
në Ruterin R1 nga RIP në OSPF dhe anasjelltas, ne këtë mënyrë mundësohet komunikimi i
Ruterit R2 dhe R3 me segmentin Ethernet të Ruterit R.

Shembulli 7. Ridistribuimi në R1
R1(config)#router ospf 1
R1(config-router)#redistribute rip metric ?
<0-16777214> OSPF default metric
R1(config-router)#redistribute rip metric 100 subnets
R1(config-router)#exit
R1(config)#router rip
!
!
Shtojca B
!
!
R1(config)#access-list 1 deny 141.108.5.0 0.0.0.255
R1(config)#access-list 1 deny 141.108.6.0 0.0.0.255
R1(config)#access-list 1 deny 141.108.7.0 0.0.0.255
R1(config)#access-list 1 permit any

Sqarim:
Akses lista 1 e përcaktuar ne shembullin e mësipërm mund te zëvendësohet me konfigurimin
ne shembullin 7 ne mënyrë që të ndaloj rangun e rrjeteve
141.108.0.0–141.108.7.0 dhe ti lejoj te gjitha rrjetat tjera.
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Shembulli 8. Konfigurimi i akses listës në R1
R1(config)#no access-list 1
R1(config)#access-list 1 deny 141.108.0.0 0.0.7.255
R1(config)#access-list 1 permit any

Në shembujt 9 dhe 10 kemi treguar konfigurimin e ridistribuimin dhe filtrimin që duhet të
bëhet edhe në Ruterat R2 dhe R3

Shembulli 9. Ridistribuimi në R2

R2(config)#router rip
R2(config-router)#distribute-list 1 out
R2(config-router)#redistribute ospf 1 metric 3
R2(config-router)#router ospf 1
R2(config-router)#redistribute rip metric 10 subnets
R2(config)#access-list 1 deny 141.108.8.0 0.0.7.255
R2(config)#access-list 1 permit any

Shembulli 10. Ridistribuimi në R3

R3(config)#router rip
R3(config-router)#redistribute ospf 1 metric 3
R3(config-router)#distribute-list 1 out
R3(config-router)#router ospf 1
R3(config-router)#redistribute rip metric 10 subnets
R3(config-router)#exit
R3(config)#access-list 1 deny 141.108.23.0 0.0.7.255
R3(config)#access-list 1 permit any
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Në shembullin 11 kemi shfaqur IP tabelën në Ruterin R1 duke konfirmuar
IP connectivity në rrjetë
Shembulli 11. show ip route dhe Ping’s në R1
R1#show ip route
Codes: C - connected,E1 - OSPF external type 1, E2 - OSPF external type 2, E - EGP
141.108.0.0/24 is subnetted, 26 subnets
O

141.108.253.0 [110/1562] via 141.108.255.2, 00:00:51, Serial1/0

C

141.108.255.0 is directly connected, Serial1/0

C

141.108.254.0 is directly connected, Serial1/1

!
!
Shtojca C
!
!
O E2

141.108.20.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

O E2

141.108.23.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

O E2

141.108.22.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

R1#ping 141.108.9.1
Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 141.108.9.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 16/16/16 ms
R1#ping 141.108.22.1
Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 141.108.22.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 12/14/16 ms
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Hapi i ardhshëm në migrimin e rrjetës nga RIP në OSPF bëhet duke larguar ruting protokollin
RIP dhe zëvendësuar atë me OSPF në të gjitha interfejsat e rrjetës. Këtë e kemi paraqitur
përmes shembujve 12, 13 dhe 14 përkatësisht në Ruterat R1, R2 dhe R3.

Shembulli 12. Removal of RIP on R1 and OSPF/IP Address Assignment

R1(config)#no router rip
R1(config)#router ospf 1
R1(config-router)#network 141.108.255.0 0.0.0.255 area 0
R1(config-router)#network 141.108.0.0 0.0.7.255 area 1
R1(config)#interface s1/0
R1(config-if)#ip address 141.108.255.1 255.255.255.252
R1(config-if)#interface s1/1
R1(config-if)#ip address 141.108.255.5 255.255.255.252

Shembulli 13. Removal of RIP on R2 and OSPF/IP Address Assignment

R2(config)#no router rip
R2(config)#router ospf 1
R2(config-router)#network 141.108.255.0 0.0.0.255 area 0
R2(config-router)#network 141.108.8.0 0.0.7.255 area 2
R2(config-router)#exit
R2(config)#interface s1/0
R2(config-if)#ip address 141.108.255.2 255.255.255.252
R2(config-if)#interface s1/1
R2(config-if)#ip address 141.108.255.10 255.255.255.252
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Shembulli 14. Removal of RIP on R3 and OSPF/IP Address Assignment

R3(config)#no router rip
R3(config)#router ospf 1
R3(config-router)#network 141.108.23.0 0.0.7.255 area 3
R3(config-router)#network 141.108.255.0 0.0.0.255 area 0
R3(config-router)#exit
R3(config)#interface serial0
R3(config-if)#ip address 141.108.255.6 255.255.255.252
R3(config-if)#interface serial1
R3(config-if)#ip address 141.108.255.9 255.255.255.252

Sqarim:
Largimi i protokollit të rutimit RIP nga Ruterët R1,R2 dhe R3 me komandën
no router rip, bën që CISCO IOS-i ti largoj në mënyrë automatike të gjitha ridistribuimet në
mes RIP-it dhe OSPF-it.
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Në figurën10 është paraqitur fusha e transferuar në OSPF e cila njëherit tregon kompletimin e
migrimit nga protokolli i rutimit RIP në OSPF

Fig 10. Displays the OSPF area assignment to complete the RIP to OSPF migration [9]
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Në këtë fazë protokolli OSPF i rutimit është konfiguruar në të gjithë Ruterët e rrjetës, këtë më
së miri e shohim përmes komandës show ip routing table në Ruterin R1, e cila është dhënë në
shembullin 15. [9]
Shembulli 15. R1's IP Routing Table

R1#show ip route
Codes: C - connected, , O - OSPF, IA - OSPF inter area
141.108.0.0/16 is variably subnetted, 26 subnets, 3 masks
O

141.108.255.8/30 [110/1562] via 141.108.255.2, 00:00:27, Serial1/0

C

141.108.255.4/30 is directly connected, Serial1/1

!
!
Shtojca B
!
!
O IA 141.108.19.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.20.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.21.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.22.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.23.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
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Nga kjo tabelë mund të vërejmë konvertimin nga “classful routing protocols” siç është RIP-i
në “classless routing protocols” siç është OSPF-i
Në shembujt 16, 17 dhe 18 kemi paraqitur konfigurimin e plotë në të tre Ruterët R1, R2 dhe
R3 duke iu referuar tani figurës 10.
Shembulli 16. R1's Full Working Configuration

Hostname R1
!
enable password cisco
!
ip subnet-zero
interface Loopback0
ip address 141.108.2.1 255.255.255.0
!
!
Shtojca C
!
!
router ospf 1
area 1 range 141.108.0.0 255.255.248.0
network 141.108.0.0 0.0.7.255 area 1
network 141.108.255.0 0.0.0.255 area 0
!
ip classless
end
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Shembulli 17. R2's Full Working Configuration

hostname R2
!
enable password cisco
!
ip subnet-zero
no ip domain-lookup
interface Loopback0
ip address 141.108.9.1 255.255.255.0
!
!
Shtojca C
!
!
router ospf 1
area 2 range 141.108.8.0 255.255.248.0
network 141.108.8.0 0.0.7.255 area 2
network 141.108.255.0 0.0.0.255 area 0
!
ip classless
!
end
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Shembulli 18. R3's Full Working Configuration

hostname R3
!
enable password cisco
!
no ip domain-lookup
!
interface Loopback0
ip address 141.108.17.1 255.255.255.0
!
!
Shtojca C
!
!
!
router ospf 1
network 141.108.16.0 0.0.7.255 area 3
network 141.108.255.0 0.0.0.255 area 0
area 3 range 141.108.16.0 255.255.248.0
!
end
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8.

Disktutime dhe konkluza

Përgjithësisht që të dy këto protokolle ju mundësojnë pajisjeve (ruterit dhe switch-ve), në
rrjetet kompjuterike se si të arrijnë nga pika A në pikën B të rrjetit sidomos në rastet kur ka
më tepër rrugë në mes të këtyre dy pikave. Për këtë qëllim RIP-i shfrytëzon algoritmin
Hop- Count si metrik për përcaktimin e rrugës (path-it) më të mirë pavarësisht nëse ka
rrugë tjera me bandwith më të madh, ndërsa OSPF-i si ruting protokoll shfrytëzon algoritmin
Link- State, i cili është një algoritëm me inteligjent ngase e ndërton në vete tërë topologjinë e
rrjetës duke u bazuar në disa karakteristika si: cost, bandwith, delay, length, reliagility etj.

RIP-i si një ruting protokoll është me i vjetër, më i thjesht, shfrytëzon shume resurse dhe është
më i ngadalshëm, ndërsa OSPF-i është më i mirë, më i shpejt, më efikas dhe mbështetet
pothuajse nga çdo pajisje e re.

Një përparësi e vetme e protokollit RIP ndaj atij OSPF që mund ta përmendim është në rastet
e rrjeteve të vogla kompjuterike, në këto raste RIP-i është më i përdorshëm ngase është më i
thjesht dhe nuk kërkon numër të madh të pajisjeve për funksionalizimin e trafikut
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9.

Shtojca

9.1.

Shtojca A

Shembulli 1. Konfigurimi i RIP-it në ruterin R1
hostname R1
!
enable password cisco
!
ip subnet-zero
!
interface Loopback0
ip address 141.108.2.1 255.255.255.0
!
interface Loopback1
ip address 141.108.3.1 255.255.255.0
!
interface Loopback2
ip address 141.108.4.1 255.255.255.0
!
interface Loopback3
ip address 141.108.5.1 255.255.255.0
!
interface Loopback4
ip address 141.108.6.1 255.255.255.0
!
interface Loopback5
ip address 141.108.7.1 255.255.255.0
!
interface Ethernet0/0
ip address 141.108.1.1 255.255.255.0
interface Serial1/0
ip address 141.108.255.1 255.255.255.0
clockrate 128000
!
interface Serial1/1
ip address 141.108.254.1 255.255.255.0
clockrate 128000
router rip
network 141.108.0.0
!
line con 0
end
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Shembulli 2. Konfigurimi i RIP-it në ruterin R2
hostname R2
!
enable password cisco
interface Loopback0
ip address 141.108.9.1 255.255.255.0
!
interface Loopback1
ip address 141.108.10.1 255.255.255.0
!
interface Loopback2
ip address 141.108.11.1 255.255.255.0
!
interface Loopback3
ip address 141.108.12.1 255.255.255.0
!
interface Loopback4
ip address 141.108.13.1 255.255.255.0
!
interface Loopback5
ip address 141.108.14.1 255.255.255.0
!
interface Loopback6
ip address 141.108.15.1 255.255.255.0
!
interface Ethernet0/0
ip address 141.108.8.1 255.255.255.0
!
interface Serial1/0
bandwidth 128
ip address 141.108.255.2 255.255.255.0
!
interface Serial1/1
ip address 141.108.253.2 255.255.255.0
router rip
network 141.108.0.0
!
ip classless
!
End
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Shembulli 3. Konfigurimi i RIP-it në ruterin R3
hostname R3
enable password cisco
!
no ip domain-lookup
!
interface Loopback0
ip address 141.108.17.1 255.255.255.0
!
interface Loopback1
ip address 141.108.18.1 255.255.255.0
!
interface Loopback2
ip address 141.108.19.1 255.255.255.0
!
interface Loopback3
ip address 141.108.20.1 255.255.255.0
!
interface Loopback4
ip address 141.108.21.1 255.255.255.0
!
interface Loopback5
ip address 141.108.22.1 255.255.255.0
!
interface Loopback6
ip address 141.108.23.1 255.255.255.0
!
interface Ethernet0
ip address 141.108.16.1 255.255.255.0
!
interface Serial0
ip address 141.108.254.2 255.255.255.0
bandwidth 125
!
interface Serial1
ip address 141.108.253.1 255.255.255.0
bandwidth 125
clockrate 125000
!
router rip
network 141.108.0.0
!
end
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9.2.

Shtojca B

Shembulli 4. show ip route
R1#show ip route
141.108.0.0/24 is subnetted, 26 subnets
R
141.108.253.0 [120/1] via 141.108.255.2, 00:00:15, Serial1/0
[120/1] via 141.108.254.2, 00:00:11, Serial1/1
C
141.108.255.0 is directly connected, Serial1/0
C
141.108.254.0 is directly connected, Serial1/1
C
141.108.1.0 is directly connected, Ethernet0/0
C
141.108.3.0 is directly connected, Loopback1
C
141.108.2.0 is directly connected, Loopback0
C
141.108.5.0 is directly connected, Loopback3
C
141.108.4.0 is directly connected, Loopback2
C
141.108.7.0 is directly connected, Loopback5
C
141.108.6.0 is directly connected, Loopback4
R
141.108.9.0 [120/1] via 141.108.255.2, 00:00:16, Serial1/0
R
141.108.8.0 [120/1] via 141.108.255.2, 00:00:16, Serial1/0
R
141.108.11.0 [120/1] via 141.108.255.2, 00:00:16, Serial1/0
R
141.108.10.0 [120/1] via 141.108.255.2, 00:00:16, Serial1/0
R
141.108.13.0 [120/1] via 141.108.255.2, 00:00:16, Serial1/0
R
141.108.12.0 [120/1] via 141.108.255.2, 00:00:16, Serial1/0
R
141.108.15.0 [120/1] via 141.108.255.2, 00:00:17, Serial1/0
R
141.108.14.0 [120/1] via 141.108.255.2, 00:00:17, Serial1/0
R
141.108.17.0 [120/1] via 141.108.254.2, 00:00:12, Serial1/1
R
141.108.16.0 [120/1] via 141.108.254.2, 00:00:12, Serial1/1
R
141.108.19.0 [120/1] via 141.108.254.2, 00:00:12, Serial1/1
R
141.108.18.0 [120/1] via 141.108.254.2, 00:00:12, Serial1/1
R
141.108.21.0 [120/1] via 141.108.254.2, 00:00:12, Serial1/1
R
141.108.20.0 [120/1] via 141.108.254.2, 00:00:13, Serial1/1
R
141.108.23.0 [120/1] via 141.108.254.2, 00:00:13, Serial1/1
R
141.108.22.0 [120/1] via 141.108.254.2, 00:00:13, Serial1/1
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Shembulli 7. Ridistribuimi në R1

R1(config)#router ospf 1
R1(config-router)#redistribute rip metric ?
<0-16777214> OSPF default metric
R1(config-router)#redistribute rip metric 100 subnets
R1(config-router)#exit
R1(config)#router rip
R1(config-router)#redistribute ospf 1 metric ?
<0-4294967295> Default metric
R1(config-router)#redistribute ospf 1 metric 3
R1(config-router)#distribute-list 1 out
R1(config-router)#exit
R1(config)#access-list 1 deny 141.108.1.0 0.0.0.255
R1(config)#access-list 1 deny 141.108.2.0 0.0.0.255
R1(config)#access-list 1 deny 141.108.3.0 0.0.0.255
R1(config)#access-list 1 deny 141.108.4.0 0.0.0.255
R1(config)#access-list 1 deny 141.108.5.0 0.0.0.255
R1(config)#access-list 1 deny 141.108.6.0 0.0.0.255
R1(config)#access-list 1 deny 141.108.7.0 0.0.0.255
R1(config)#access-list 1 permit any
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Shembulli 11. show ip route dhe Ping’s në R1

R1#show ip route
Codes: C - connected,E1 - OSPF external type 1, E2 - OSPF external type 2, E - EGP
141.108.0.0/24 is subnetted, 26 subnets
O
141.108.253.0 [110/1562] via 141.108.255.2, 00:00:51, Serial1/0
C

141.108.255.0 is directly connected, Serial1/0

C

141.108.254.0 is directly connected, Serial1/1

C

141.108.1.0 is directly connected, Ethernet0/0

C

141.108.3.0 is directly connected, Loopback1

C

141.108.2.0 is directly connected, Loopback0

C

141.108.5.0 is directly connected, Loopback3

C

141.108.4.0 is directly connected, Loopback2

C

141.108.7.0 is directly connected, Loopback5

C

141.108.6.0 is directly connected, Loopback4

O E2

141.108.9.0 [110/10] via 141.108.255.2, 00:00:51, Serial1/0

O E2

141.108.8.0 [110/10] via 141.108.255.2, 00:00:51, Serial1/0

O E2

141.108.11.0 [110/10] via 141.108.255.2, 00:00:51, Serial1/0

O E2

141.108.10.0 [110/10] via 141.108.255.2, 00:00:51, Serial1/0

O E2

141.108.13.0 [110/10] via 141.108.255.2, 00:00:51, Serial1/0

O E2

141.108.12.0 [110/10] via 141.108.255.2, 00:00:51, Serial1/0

O E2

141.108.15.0 [110/10] via 141.108.255.2, 00:00:51, Serial1/0

O E2

141.108.14.0 [110/10] via 141.108.255.2, 00:00:52, Serial1/0

O E2

141.108.17.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

O E2

141.108.16.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

O E2

141.108.19.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

O E2

141.108.18.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

O E2

141.108.21.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

O E2

141.108.20.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

O E2

141.108.23.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1

O E2 141.108.22.0 [110/10] via 141.108.254.2, 00:00:52, Serial1/1
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Shembulli 15. R1's IP Routing Table

R1#show ip route
Codes: C - connected, , O - OSPF, IA - OSPF inter area
141.108.0.0/16 is variably subnetted, 26 subnets, 3 masks
O

141.108.255.8/30 [110/1562] via 141.108.255.2, 00:00:27, Serial1/0

C

141.108.255.4/30 is directly connected, Serial1/1

C

141.108.255.0/30 is directly connected, Serial1/0

C

141.108.1.0/24 is directly connected, Ethernet0/0

C

141.108.3.0/24 is directly connected, Loopback1

C

141.108.2.0/24 is directly connected, Loopback0

C

141.108.5.0/24 is directly connected, Loopback3

C

141.108.4.0/24 is directly connected, Loopback2

C

141.108.7.0/24 is directly connected, Loopback5

C

141.108.6.0/24 is directly connected, Loopback4

O IA 141.108.9.1/32 [110/782] via 141.108.255.2, 00:00:27, Serial1/0
O IA 141.108.8.0/24 [110/791] via 141.108.255.2, 00:00:27, Serial1/0
O IA 141.108.10.1/32 [110/782] via 141.108.255.2, 00:00:27, Serial1/0
O IA 141.108.11.1/32 [110/782] via 141.108.255.2, 00:00:27, Serial1/0
O IA 141.108.12.1/32 [110/782] via 141.108.255.2, 00:00:27, Serial1/0
O IA 141.108.13.1/32 [110/782] via 141.108.255.2, 00:00:28, Serial1/0
O IA 141.108.14.1/32 [110/782] via 141.108.255.2, 00:00:28, Serial1/0
O IA 141.108.15.1/32 [110/782] via 141.108.255.2, 00:00:28, Serial1/0
O IA 141.108.17.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.16.0/24 [110/791] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.18.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.19.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.20.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.21.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.22.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
O IA 141.108.23.1/32 [110/782] via 141.108.255.6, 00:00:28, Serial1/1
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9.3.

Shtojca C

Shembulli 16. R1's Full Working Configuration
Hostname R1
!
enable password cisco
!
ip subnet-zero
interface Loopback0
ip address 141.108.2.1 255.255.255.0
!
interface Loopback1
ip address 141.108.3.1 255.255.255.0
!
interface Loopback2
ip address 141.108.4.1 255.255.255.0
!
interface Loopback3
ip address 141.108.5.1 255.255.255.0
!
interface Loopback4
ip address 141.108.6.1 255.255.255.0
!
interface Loopback5
ip address 141.108.7.1 255.255.255.0
!
interface Loopback6
ip address 141.108.0.1 255.255.255.0
!
interface Ethernet0/0
ip address 141.108.1.1 255.255.255.0
!
interface Serial1/0
ip address 141.108.255.1 255.255.255.252
no ip mroute-cache
no fair-queue
clockrate 128000
!
interface Serial1/1
ip address 141.108.255.5 255.255.255.252
clockrate 128000
!
router ospf 1
area 1 range 141.108.0.0 255.255.248.0
network 141.108.0.0 0.0.7.255 area 1
network 141.108.255.0 0.0.0.255 area 0
!
ip classless
end
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Shembulli 17. R2's Full Working Configuration
hostname R2
!
enable password cisco
!
ip subnet-zero
no ip domain-lookup
interface Loopback0
ip address 141.108.9.1 255.255.255.0
!
interface Loopback1
ip address 141.108.10.1 255.255.255.0
!
interface Loopback2
ip address 141.108.11.1 255.255.255.0
!
interface Loopback3
ip address 141.108.12.1 255.255.255.0
!
interface Loopback4
ip address 141.108.13.1 255.255.255.0
!
interface Loopback5
ip address 141.108.14.1 255.255.255.0
!
interface Loopback6
ip address 141.108.15.1 255.255.255.0
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!
interface Ethernet0/0
ip address 141.108.8.1 255.255.255.0
!
interface TokenRing0/0
no ip address
shutdown
ring-speed 16
!
interface Serial1/0
bandwidth 128
ip address 141.108.255.2 255.255.255.252
!
interface Serial1/1
ip address 141.108.255.10 255.255.255.252
!
router ospf 1
area 2 range 141.108.8.0 255.255.248.0
network 141.108.8.0 0.0.7.255 area 2
network 141.108.255.0 0.0.0.255 area 0
!
ip classless
!
end
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Shembulli 18. R3's Full Working Configuration

hostname R3
!
enable password cisco
!
no ip domain-lookup
!
interface Loopback0
ip address 141.108.17.1 255.255.255.0
!
interface Loopback1
ip address 141.108.18.1 255.255.255.0
!
interface Loopback2
ip address 141.108.19.1 255.255.255.0
!
interface Loopback3
ip address 141.108.20.1 255.255.255.0
!
interface Loopback4
ip address 141.108.21.1 255.255.255.0
!
interface Loopback5
ip address 141.108.22.1 255.255.255.0
!
interface Loopback6
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ip address 141.108.23.1 255.255.255.0
!
interface Ethernet0
ip address 141.108.16.1 255.255.255.0
media-type 10BaseT
!
interface Ethernet1
no ip address
!
interface Serial0
ip address 141.108.255.6 255.255.255.252
bandwidth 125
!
interface Serial1
ip address 141.108.255.9 255.255.255.252
bandwidth 125
clockrate 125000
!
router ospf 1
network 141.108.16.0 0.0.7.255 area 3
network 141.108.255.0 0.0.0.255 area 0
area 3 range 141.108.16.0 255.255.248.0
!
end
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Foto e laboratorit me te cilin jane bere konfigurimet e nevojshme si dhe vertetuar rezultatet e
paraqitura ne kete dokument

Foto 1. Laboratori me të cilin janë vërtetuar rezultatet e paraqitura në këtë document

Specifikacioni i laboratorit:
•
•
•
•
•
•
•
•
•
•
•
•
•
•

CISCO Router 2610X 10/100 Ethernet
CISCO Router 2610X 10/100 Ethernet
CISCO Router 2610X 10/100 Ethernet
CISCO Router 2610 Cisco Ethernet Modular Router
CISCO Router 2610 Cisco Ethernet Modular Router
CISCO Router 2610 Cisco Ethernet Modular Router
CISCO2511 Cisco Access Server Ethernet/Dual Serial/16Async
CISCO2514 Cisco Router w/2 Ethernet Ports, 2 Serial Ports
CISCO2514 Cisco Router w/2 Ethernet Ports, 2 Serial Ports
CISCO2514 Cisco Router w/2 Ethernet Ports, 2 Serial Ports
CISCO Router 3640 Cisco 3600 Series, 4-Slot Modular Router
CISCO Router 3640 Cisco 3600 Series, 4-Slot Modular Router
CISCO Catalyst Switch 3550 24 10/100 Ethernet Ports
CISCO Catalyst Switch 3550 24 10/100 Ethernet Port
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