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 Kecepatan Upload dan Download merupakan hal yang sangat penting 
untuk kelancaran Transmisi Data. Jaringan komputer di Pengadilan Negeri Salatiga 
sebenarnya tidak memerlukan bandwitdth yang besar jika hanya untuk melakukan 
browsing data dan informasi, namun akan muncul berbagai macam masalah seperti 
lambatnya akses internet atau tarik menarik bandwidth jika client yang mengakses ke 
internet banyak. Selain itu, keamanan hotspot area sangatlah penting karena untuk 
mencegah atau meminimalisir serangan hacking hotspot yang dapat berdampak 
buruk untuk instansi Negara tersebut. Metode penilitian yang digunakan adalah 
metode observasi, literature, dan eksperiment. Peralatan yang digunakan adalah 
Mozilla firefox,Winbox Versi 6.24, Net Monitoring for Employees Pro sebagai 
software pendukung dan MikroTik RB450G sebagai hardware.  
Pengembangan dan Manajemen menggunakan MikroTik RB450G 
menjadikan client terlimit pada saat trafik internet padat setiap Client LAN Lt.1 dan LAN 
Lt.2 mendapat MIN bandwidth sebesar 25.6kb/s. Client wireless atau Wi-Fi mendapat MIN 
bandwidth sebesar 9.85kb/s. Pada saat trafik internet sepi setiap Client LAN Lt.1 dan LAN 
Lt.2 mendapat MAX bandwidth sebesar 256kb/s. Client wireless atau Wi-Fi mendapat MAX 
bandwidth sebesar 128kb/s. Bandwidth setiap client yang tidak digunakan akan secara 
otomatis digunakan oleh client lain. Meningkatkan keamanan hotspot area dari 
serangan hacking hotspot dengan menggunakan sistem MAC Address dan dapat 
membantu mempercepat transmisi data karena mendukung kecepatan gigabyte/s.  
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Computer network in the Pengadilan Negeri Salatiga actually doesn’t require 
large bandwidth  if only to perform browsing data and information, but will appear 
various kinds of problems such as the slow internet access or pull attractive 
bandwidth if client access to the internet a lot. Besides, the security hotspot area is 
very important because in order to prevent or minimize attacks hacking hotspot 
impacting the State agencies for poor. So as to solve the problems, given solution is 
the use of router and security hotspot area use the MAC Address because in 
Pengadilan Negeri Salatiga is only used for private agencies. Research method used 
are observation, literature and interview. Equipment used are by mozilla firefox, 
winbox 6.24 version, net monitoring for employees pro as the supporting software 
and MikroTik RB450G as hardware. 
Upgrading and Management bandwidht using mikrotik RB450G produce limit 
bandwidth LAN Lt.1 and LAN Lt.2 by 25.6kb/s, for Wi-Fi by 9.85kb/s when internet 
traffics crowded and produce limit bandwidth LAN Lt.1 and LAN Lt.2 by 256kb/s, 
for Wi-Fi by 128kb/s when internet traffics deserted. Bandwidth per client are not 
used will be automatically used by other clients. Make it easier for the administrator 
of the network in configuration if there are additional client. To increase the safety of 
the hacking hotspot and could help speed up a data transmission for supporting speed 
GigaBytes/s. 
 











Jaringan Komputer bukanlah 
sesuatu yang baru saat ini. Hampir di 
setiap perusahaan terdapat jaringan 
komputer untuk memperlancar arus 
informasi. Jaringan yang terhubung 
dengan internet, masalah kecepatan 
Upload maupun download 
merupakan hal yang sangat penting 
untuk memperlancar transmisi data. 
Banyak hal yang dapat 
mempengaruhi kecepatan dua proses 
tersebut, diantaranya yaitu besarnya 
bandwidth yang digunakan jaringan 
tersebut dan seberapa efektif 
bandwidth tersebut dimanfaatkan. 
Instansi hukum seperti di 
Pengadilan Negeri Salatiga 
sebenarnya tidak memerlukan 
bandwidth yang besar jika hanya 
untuk melakukan browsing data dan 
informasi, namun akan muncul 
berbagai macam masalah seperti 
lambatnya akses internet jika client 
yang mengakses ke internet banyak. 
Pengadilan Negeri Salatiga 
menggunakan akses internet dari 
TelkomSpeedy dengan bandwidth up 
to 2Mb/s digunakan oleh 80 Client 
yang terdiri dari 60 PC LAN dan 20 
Wireless/Wi-Fi. Instansi hukum ini 
sangatlah mudah jika hanya 
penambahan bandwidth dari ISP 
tetapi tanpa adanya manajemen 
jaringan yang tepat, seberapapun 
penambahan bandwidth di 
Pengadilan Negeri Salatiga performa 
internet tidak akan optimal serta 
masalah lambatnya koneksi tidak 
akan terpecahkan. 
Selain masalah lambatnya 
koneksi ke internet, pada hotspot 
area atau Wireless/Wi-Fi belum 
mempunyai keamanan jaringan. 
Keamanan jaringan hostpot itu 
sangatlah penting di Pengadilan 
Negeri Salatiga karena instansi 
tersebut memiliki banyak rahasia 
penting milik Negara. Jari perlu 
adanya proteksi untuk mencegah atau 
meminimalisir serangan hacking 
hotspot yang dapat berdampak buruk 
untuk instansi Negara tersebut. 
Keamanan hotspot menggunakan 
sistem MAC Address sangatlah 
cocok karena di Pengadilan Negeri 
Salatiga hanya digunakan untuk 
instansi itu sendiri (Private). 
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a. Analisis Kebutuhan 
Mengacu pada perancangan 
ulang jaringan komputer dan 
keamanan wireless atau wi-fi di 
Pengadilan Negeri Salatiga agar 
lebih terstruktur dan terorganisir. 
b. Pokok Permasalahan 
Jaringan komputer yang berada 
di Pengadilan Negeri Salatiga 
mengalami masalah seperti 
lambatnya akses internet jika 
client yang mengakses internet 
banyak dan belum adanya 
keamanan atau proteksi wi-fi dari 
serangan hacking hotspot atau 
peretas yang dapat berdampak 
buruk bagi instansi negara 
tersebut. 
c. Pengumpulan Data 
Pengumpulan data dilakukan 
secara bertahap, untuk melihat 
kebutuhan Hardware dan 
Software serta informasi yang 
berhubungan dengan manajemen 
bandwidth dan keamanan wi-fi 
dengan cara observasi dan 
mewawancarai administrator 
jaringan di Pengadilan Negeri 
Salatiga. 
d. Pembuatan Sistem Jaringan 
Pembuatan sistem jaringan 
komputer memiliki 3 tahap, yaitu 
perancangan IP Address dengan 
menggunakan sistem Subnetting. 
Kedua adalah perancangan 
ulang desain jaringan komputer 
yang ada di Pengadilan Negeri 
Salatiga dengan menggunakan 
software cisco packet tracer. 
Ketiga adalah konfigurasi 
router MikroTik RB450G yang 
meliputi konfigurasi manajemen 
bandwidth dan keamanan wi-fi 
menggunakan sistem MAC 
Address. 
e. Pengujian Sistem dan Rancangan 
Pengujian sistem dan 
rancangan jaringan komputer 
dilakukan dengan software cisco 
packet tracer dan ujicoba 
bandwidth langsung dengan router 
MikroTik RB450G. 
f. Pembuatan Laporan 
Laporan dalam perancangan 
jaringan ditulis dari tahap analisis 
kebutuhan sampai pengujian 
sistem untuk membuat recovery 
blia mana sesuatu yang tidak 
diinginkan. 
 
HASIL DAN KESIMPULAN 
a. Perancangan Jaringan 
Pemberian perangkat Router 
MikroTik RB450G dapat 
mengoptimalkan atau memperlanjar 
pengaksesan internet atau transmisi 
data di Pengadilan Negeri Salatiga. 
Selain pemberian router perancangan 
jaringan di instansi ini dirancang 
dengan menggunakan Software Cisco 
Packet Tracer yang berguna untuk 
merancangan suatu jaringan 
komputer sebelum jaringan komputer 
tersebut diimplementasikan langsung 
pada jaringan real dengan kata lain 
software ini berguna sebagai alat 
meminimalisir kesalahan pada saat 
pemasangan. 
b. Router MikroTik RB450G 
Konfigurasi pada Router 
MikroTik RB450G dilakukan dengan 
menggunakan GUI berbasis aplikasi 
atau dapat disebut “Winbox” versi 
6.24 sehingga memudahkan admin 
jaringan di Pengadilan Negeri 
Salatiga pada saat penggunaan 
dibandingkan dengan cara 





c. Network Address LAN dan Wi-Fi 
Pembagian IP pada jaringan 
komputer di Pengadilan Negeri 
Salatiga dilakukan dengan tujuan 
memberikan IP seperlunya untuk 
para user atau client sehingga dapat 
dilakukan pembagian bandwidth 
untuk interface LAN dan Wi-Fi. Pada 
IP Address LAN dan Wi-Fi berbeda 
yaitu IP Address LAN menggunakan 
subnet mask /26 karena user atau 
client yang dibutuhkan ada 30 dan 
Wi-Fi menggunakan subnet mask /27 
karena user atau client yang 
dibutuhkan ada 20. 
d. Manajemen Bandwidth 
Pembagian bandwidth ini 
berguna untuk mencegah tarik-
menarik bandwidth antara LAN dan 
Wi-FI atau antara client 1 (satu) 
dengan client yang lainnya. 
Pembagian jatah bandwidth pada 
jaringan LAN dan Wi-Fi di 
Pengadilan Negeri sudah memiliki 
batasan bandwidth yang telah 
ditentukan yaitu pada saat trafik 
internet padat setiap Client LAN Lt.1 
dan Lt.2 mendapat MIN bandwidth 
sebesar 25.6kb/s dan Client wireless 
atau Wi-Fi mendapat MIN bandwidth 
sebesar 9.85kb/s. Pada saat trafik 
internet sepi setiap Client LAN Lt.1 
dan LAN Lt.2 mendapat MAX 
bandwidth sebesar 256kb/s. Client 
wireless atau Wi-Fi mendapat MAX 
bandwidth sebesar 128kb/s. 
Bandwidth setiap client yang tidak 
menggunakan koneksi internet secara 
otomatis digunakan oleh client lain. 
e. Koneksi Antar Network Address 
Tanpa adanya router, koneksi 
2 (dua) jaringan berbeda tidak akan 
saling berkomunikasi. Tetapi dengan 
adanya router 2 koneksi (dua) 
jaringan atau lebih dapat saling 
berkomunikasi, sehingga dapat 
dilakukan aktifitas-aktifitas seperti 
printer sharing dan file sharing. 
f. Monitoring PC Client 
Uji coba monitoring PC 
Client dengan menggunakan 
software Net Monitoring for 
Employess Pro. Software ini dapat 
memunculkan tampilan desktop 
milik PC Client bahkan mampu 
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