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Шевчук В. М. ПИГУНСТВО (від нім. Spion - 
шпигун, споріднене слову Spaher - до­
зорець, вивідач, розвідник, спостерігач, 
від Spahen - стежити, підглядати, ви­
стежувати) - злочин, що полягає у пе­
редаванні або збиранні з метою переда­
вання іноземній державі, іноземній 
організації або їх представникам відо­
мостей, що становлять державну таєм­
ницю, якщо ці дії вчинені іноземцем 
або особою без громадянства. Кримі­
нальна відповідальність за Ш. встанов­
лена ст. 114 КК України. Криміналіс­
тичну характеристику Ш. становлять 
дані щодо предмета злочинного пося­
гання, способів учинення злочину, ти­
пових слідів, обстановки злочину і осо­
би злочинця.
Предметом Ш. є відомості, що ста­
новлять державну таємницю, вичерп­
ний перелік яких міститься в Законі 
України «Про державну таємницю». 
Згідно з цим Законом державною таєм­
ницею визнається певний вид таємної 
інформації, що охоплює відомості 
у сфері оборони, економіки, науки і тех­
ніки, зовнішніх відносин, державної 
безпеки та охорони правопорядку, роз­
голошення яких може завдати шкоди 
національній безпеці України та які ви­
знані у порядку, встановленому цим За­
коном, державною таємницею і підля­
гають охороні державою. Зовнішньою 
(матеріальною) ознакою віднесення 
документа, виробу або ін. матеріально­
го носія інформації до предметів, що 
містять відомості, які становлять дер­
жавну таємницю, є наданий йому гриф 
секретності - реквізит матеріального 
носія таємної інформації, який засвід­
чує ступінь її секретності («особливої 
важливості», «цілком таємно», «таєм­
но»), Конкретні види інформації, яка 
належить до державної таємниці, пе­
релічені у Законі України «Про дер­
жавну таємницю». Ними є інформація: 
1) у сфері оборони; 2) у сфері економі­
ки, науки і техніки; 3) у сфері зовнішніх 
відносин; 4) у сфері державної безпеки
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та охорони правопорядку. Забороняєть­
ся віднесення до державної таємниці 
будь-яких відомостей, якщо цим звужу­
ватимуться зміст і обсяг конституцій­
них прав та свобод людини і громадя­
нина, завдаватиметься шкода здоров’ю 
та безпеці населення.
Способи вчинення Ш. виражаються 
у таких діях: 1) передавання іноземній 
державі, іноземній організації або їх 
представникам відомостей, що станов­
лять державну таємницю; 2) збирання 
з метою передавання іноземній державі, 
іноземній організації або їх представ­
никам відомостей, що становлять дер­
жавну таємницю. Ініціатива збирання 
чи передавання відповідних відомостей 
може належати як виконавцю, так 
і адресату Ш. Передавання відомостей - 
це їх усне повідомлення (безпосеред­
ньо, по радіо, за телефоном) іноземній 
державі, іноземній організації, їх пред­
ставникам, вручення певних докумен­
тів, виробів чи ін. матеріальних носіїв 
інформації (безпосередньо, через по­
середників, з використанням тайників 
тощо) або їх пересилання (з використан­
ням поштового, електронного зв’язку, 
за допомогою тварин тощо). Передаван­
ня зазначених відомостей має місце 
у випадках, коли особа володіє ними 
і повідомляє (вручає) їх іноземній дер­
жаві або її представнику (агенту). Спо­
соби передавання можуть бути різними 
(усна, письмова, безпосереднє ознайом­
лення з будь-якими матеріалами, пере­
давання по радіо, телефону, з викорис­
танням тайників, кур’єрів та ін.). Для 
відповідальності не має значення, пере­
даються першоджерела (напр., оригіна­
ли документів, креслення, зразки паль­
ного), їх копії чи лише відомості про 
них (зліпки, макети, опис технічних 
систем, будь-яких об’єктів та ін.). Тому 
будь-які дії, виражені як у формі пере­
давання в буквальному розумінні цього 
слова, так і у створенні умов для озна­
йомлення агента ін. держави з ними, 
підпадають під поняття передавання. 
Збирання відомостей, що становлять 
державну таємницю, - це будь-які ви­
падки здобуття таких відомостей (напр., 
викрадення, особисте спостереження, 
фотографування, підслуховування теле­
фонних розмов та ін.). Нерідко для 
отримання таких відомостей викорис­
товується найскладніша сучасна техніка 
(спеціально обладнані літаки, кораблі 
або автомашини, спеціально встановле­
ні на суші чи на морі прилади для отри­
мання розвідувальної інформації). Під 
час розслідування Ш. важливо встано­
вити, що відомості, які становлять дер­
жавну таємницю, були передані чи зби­
ралися для передавання саме іноземним 
державам, іноземним організаціям або 
їх представникам. Закінченим Ш. вва­
жається з моменту початку збирання 
вказаних відомостей або з моменту їх 
передавання. Найбільш поширеними 
способами отримання інформації, що 
становить державну таємницю, є: про- 
слуховування телефонних переговорів; 
викрадення документів, які містять ві­
домості, що становлять таку таємницю, 
або їх копіювання; дистанційне звукове 
прослуховування; підкуп посадових 
осіб; прямий доступ до комп’ютерних 
банків даних; копіювання носіїв інфор­
мації; розшифровування радіовипромі­
нювання комп’ютерів, факсів, телетай­
пів; візуальний контроль приміщень 
(через вікна); слуховий контроль через 
резонуючі перегородки, шибки, стіни,
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батареї центрального опалення; уста­
новка мікропередавачів у приміщеннях 
і автомобілях; індуктивне знімання ін­
формації з будь-яких неекранованих 
провідників у приміщенні (лінії зв’язку, 
електроживлення, сигналізація) тощо.
Дані про особу злочинця є невід’єм­
ною складовою частиною криміналіс­
тичної характеристики Ш. Особи, які 
беруть участь у Ш., як правило, володі­
ють професійними знаннями у цій сфе­
рі, мають спеціальну підготовку і чітке 
уявлення про розвідувальну діяльність, 
метою якої є збирання та передавання 
секретної інформації (державної таєм­
ниці), що спеціально охороняється. Такі 
особи можуть виконувати конкретні 
спеціальні завдання. Найбільш латент­
ним і суспільно небезпечним різнови­
дом такої злочинної діяльності є вчи­
нення Ш. у складі організованої групи. 
У таких ситуаціях певний інтерес для 
розроблення методики розслідування 
Ш. набувають питання, пов’язані з роз­
поділом ролей в організованих зло­
чинних групах. Склад злочинної групи 
поділяється на певні категорії: а) орга­
нізатори; б) виконавці зі збирання відо­
мостей, що становлять державну таєм­
ницю; в) особи, які передають інозем­
ній державі, іноземній організації або 
їх представникам інформацію, що ста­
новить державну таємницю. Організа­
тори є активними учасниками такої зло­
чинної діяльності, керують усім про­
цесом від початку й до кінця, створюють 
певні структури для прикриття проти­
законної діяльності. Вони нерідко осо­
бисто очолюють подібні комерційні та 
ін. структури. Суб’єктом цього злочину 
є іноземець або особа без громадянства, 
які досягли 16-річного віку. Шпигун - 
це особа, яка займається прихованим 
збором секретної інформації (державної 
таємниці), що спеціально охороняється. 
Така особа передає або збирає з метою 
передавання іноземній державі, інозем­
ній організації або їх представникам 
відомостей, що становлять державну 
таємницю. Шпигуном може бути як 
штатний працівник іноземної розвідки, 
так і громадянин іноземної держави або 
особа без громадянства. Така особа ви­
добуває інформацію про противника 
або різними таємними способами (під­
глядання, підслуховування, у т. ч. з ви­
користанням СТЗ), або шляхом укорі­
нення на стороні супротивника, тобто 
удавання себе як його прихильника, або 
поєднанням обох цих шляхів. Особа 
усвідомлює, що відомості збираються 
або передаються іноземній державі, ор­
ганізації або їх представникам, і що ці 
відомості є державною таємницею, яка 
не підлягає передаванню. Мотивами 
можуть бути різні спонукання: політич­
ні переконання; корисливість; кар’є­
ризм; помста тощо.
Типові сліди обумовлені способами 
вчинення таких злочинів. Збирання за­
значених відомостей полягає в їх по­
шуку і добуванні (шляхом розпитування 
певних осіб, візуального спостереження 
та підслуховування, зняття інформації 
з каналів зв’язку, проникнення до 
комп’ютерних систем, виготовлення ко­
пій документів тощо), придбанні будь- 
яким способом (таємне чи відкрите ви­
крадення, купівля, обмін документів чи 
зразків зброї, боєприпасів, макетів се­
кретного об’єкта тощо) з наступним зо­
середженням їх в одному чи кількох 
місцях. В окремих випадках способами 
збирання відомостей, що становлять
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державну таємницю, можуть бути «бла­
гочинні таємні» акції, спрямовані ніби­
то на виявлення талановитих молодих 
учених або на визначення можливих 
об’єктів інвестицій (опитування, анке­
тування, конкурси тощо). Не виключа­
ється і такий спосіб, як використання 
спеціальних космічних (супутникових), 
повітряних, морських і наземних тех­
нічних засобів. Врахування зазначених 
способів учинення Ш. обумовлює певну 
«слідову картину», яку важливо врахо­
вувати при розслідуванні таких злочи­
нів. Особливо слід звернути увагу на 
необхідність допиту свідків не лише 
вчинення Ш., а й можливих свідків часу, 
що передує вчиненню розслідуваних 
такого роду злочинів. Необхідно врахо­
вувати й ін. сліди, зокрема: інформація 
телекамер спостереження, а також дані 
про телефонні з’єднання, які дозволя­
ють встановити зв’язок злочинців, 
у т. ч. за допомогою білінгу.
Обстановка вчинення Ш. зумовлює 
врахування місця та часу її вчинення. 
Важливо встановити джерело похо­
дження такої інформації, конкретне міс­
це, звідки одержані відомості, що ста­
новлять державну таємницю. У ході 
розслідування Ш. з’ясовуються такі 
обставини: де, коли і за яких обставин 
учинено Ш.; які конкретно відомості, 
що становлять державну таємницю, 
стали предметом злочинного посягання; 
де отримані такі відомості і яким кон­
кретно способом; хто вчинив Ш.; на­
явність попередньої змови; характер 
і склад злочинної групи, ступінь її ор­
ганізованості, розподіл функцій між її 
учасниками, наявність підбурювачів 
і пособників; спосіб учинення Ш. та 
технічні засоби, що використовувалися 
для збирання та передавання відомос­
тей, що становлять державну таємни­
цю; коло осіб, котрі мали доступ до ін­
формації, що стала предметом злочин­
ного посягання; обставини, що сприяли 
вчиненню Ш.
Для розслідування Ш. характерними 
є такі слідчі версії: а) щодо події зло­
чину: Ш. дійсно мало місце; Ш. фактич­
но не було, а заявник помиляється сто­
совно події злочину, або Ш. інсценовано 
ним самим з метою приховання факту 
загублення чи розтрати довірених йому 
документів, інформації тощо; б) щодо 
осіб, причетних до вчинення ILL: злочин 
учинено однією особою чи групою осіб; 
особою з числа друзів або знайомих 
відповідальної особи; особою, обізна­
ною про місця знаходження інформації, 
що стала предметом злочинного пося­
гання; особою, яка має певні професій­
ні навички та знання; в) щодо місць 
можливого перебування особи злочин­
ця: квартири; заміські дачі родичів, зна­
йомих; готелі, вокзали та ін.; г) щодо 
місць знаходження викраденої інформа­
ції: сховано за місцем проживання, ро­
боти злочинця, його знайомих, родичів; 
вивезено за межі країни; відправлено 
електронною поштою, поштовою по­
силкою, кур’єром тощо.
Успіх розслідування Ш. значною мі­
рою залежить від своєчасного і пра­
вильного проведення окремих слідчих 
(розшукових) дій, НСРД та тактичних 
операцій. При розслідуванні цієї кате­
горії злочинів найбільш характерними 
слідчими (розшуковими) діями є: огляд 
документів, огляд предметів, огляд міс­
ця події, допит підозрюваного, допит 
свідків, одночасний допит раніше до­
питаних осіб, обшук, освідування, віді-
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брання зразків для порівняльного екс­
пертного дослідження, пред’явлення 
для впізнання, призначення необхідних 
судових експертиз. Судові експертизи 
у процесі розслідування Ш. призна­
чаються у різному поєднанні залежно 
від виду інформації, способів учинен­
ня і приховування злочину. Найпоши­
ренішими судовими експертизами при 
розслідуванні цієї категорії злочинів є: 
технічна експертиза документів, по­
черкознавча, дактилоскопічна, трасо- 
логічна та ін. Також можуть бути про­
ведені судові експертизи щодо підозрю­
ваної особи (судово-наркологічна, 
судово-психіатрична, судово-психоло­
гічна) та судові експертизи щодо до­
слідження ін. речових доказів (криміна­
лістичні, комп’ютерної техніки та про­
грамних продуктів та ін.).
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