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Abstrakt 
Táto práca sa zaoberá návrhom a realizovaním databázového systému pre 
správu DNS a DHCP záznamov, ktorý zároveň poskytuje tieto záznamy pre 
vytvorenie konfiguračných súborov pre BIND DNS a ISC DHCP. Cieľom je 
naprogramovať spoľahlivý a bezpečný databázový systém, ktorého rozhranie 
bude dostupné prostredníctvom webového prehliadača.  
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Abstract 
This thesis deals with design and implementation of a database system for 
register of DNS/DHCP records, which also provides these records to create 
a configuration file for BIND DNS and ISC DHCP. Main goal is to program 
reliable and secure database system, whose interface is accessible trough a web 
browser.  
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1 ÚVOD 
Na Fakulte elektrotechniky a komunikačných technológií beží BIND DNS a ISC 
DHCP server, ktorých nastavenia spolu úzko súvisia. Obsluha týchto serverov 
nie je jednoduchá a nedá sa realizovať bez znalosti problematiky DNS a DHCP. 
Preto obsluhu a nastavenia vykonávala vždy osoba, ktorá má patričnú 
kvalifikáciu a rozumie danej problematike. Fakultný správcovia preberajú od 
správcov informačnej techniky na jednotlivých ústavoch požiadavky na zmeny. 
Týchto zmien môže byť viacej a sú nimi napríklad zmena názvu počítača v sieti, 
zmena MAC adresy (zmena počítača alebo sieťovej karty), zmena tvaru adresy 
webovej stránky, atď. Keď sa stretne týchto požiadavkou viac a majú byť 
smerované na jednu osobu, zaberie to vždy viac času a komunikácie ako keby si 
to daná osoba zrealizovala sama. Preto vznikla táto bakalárska práca, ktorá ma 
za ciel navrhnúť, vytvoriť a odladiť intuitívny databázový systém pre evidencii 
DNS a DHCP záznamov, ktorý má zároveň poskytovať tieto záznamy pre 
vytváranie konfiguračných súborov pre správnu činnosť BIND DNS a ISC DHCP 
servera. 
 
Na prvých stranách sa práca bude zaoberať rozborom zadania. Nasledovať bude 
úvodom do problematiky DNS a DHCP záznamov. Ďalej sa bude zaoberať 
návrhom dátového modelu s ohľadom na normálové formy. Realizácia 
samotného databázového systému bude rozobratá podľa rozhrania stránok. 
Posledné strany sú venované testovaniu, predpokladom na nasadenie systému 
a záveru.  
 
Prácu som sa rozhodol riešiť pomocou rozšíreného hypertextového 
značkovacieho jazyka XHTML a pomocou skriptovacích programovacích 
jazykov PHP a JavaScript. Ďalej pomocou štruktúrovaného dopytovacieho 
jazyka SQL, ktorého dotazy som si osvojil spolu s ostatnými vedomosťami 
týkajúcimi sa databázových systémov v predmete Databázové systémy (BDBS). 
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2 POŽIADAVKY ZADANIA 
Hlavnými požiadavkami je navrhnúť, naprogramovať a odladiť informačný 
systém tak, aby bol dostupný z akéhokoľvek miesta bez potreby inštalovať 
akýkoľvek software. Preto je potreba naprogramovať systém tak, aby bol 
dostupný prostredníctvom WWW rozhrania. Rozhranie musí umožňovať 
prihlasovanie a systém musí správne autorizovať jednotlivých správcov. Pre túto 
činnosť musí byť správne navrhnutý dátový model, ktorý už bude obsahovať dve 
skupiny oprávnenia (správca ústavu a správca fakulty).  
 
Pre prihláseného správcu musí byť jednoduché pridávať a upravovať DNS 
záznamy typu A, AAAA, MX, CNAME, NS , SRV ku ktorým má prístup cez 
segment jemu priradený. Správca FEKT musí byť navyše schopný jednoducho 
pridávať, upravovať a priraďovať segmenty jednotlivým správcom ktorý sa už 
v systéme nachádzajú, alebo ich vytvorí. Ďalej musí byť schopný spravovať 
nastavenia jednotlivých sietí, na ktoré sú naviazané segmenty a odvíja sa od nich 
vytváranie konfiguračného súboru pre ISC DHCP server.  
 
Pre univerzálnosť a možnosť vôbec vytvárať konfiguračné súbory, musí systém 
obsahovať globálne nastavenia pre DNS, DHCP a sieť obecne. Systém musí 
zabezpečiť, že získané záznamy musia poskytovať, potrebné informácie pre 
vytvorenie konfiguračných súborov pre správny a bezproblémový chod BIND 
DNS a ISC DHCP servera. V neposlednej rade musí byť systém bezpečný 
a odladený na každodennú interakciu s činnosťami, ktoré bude poskytovať 
správcom.   
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3 DNS 
V doslovnom preklade systém na správu doménových mien. Slúži na 
prekladanie doménových mien na IP adresy (priamy preklad) a opačne 
(reverzný preklad). Pre laika sediaceho za prehliadačom webových stránok 
predstavuje DNS neodmysliteľnú súčasť, pretože zadať adresu stránky v tvare 
IPv4 alebo IPv6 predstavuje obtiaž aj pre skúseného informatika. Pre 
fungovanie internetu je DNS kľúčovou záležitosťou. Presne napísané DNS 
servery, ktoré pomocou HW a SW zabezpečujú obsluhu.  
 
DNS si môžeme predstaviť ako strom domén, ktorý začína bodkou a postupne sa  
cez domény, subdomény rozvetvuje. Doménové meno sa potom skladá z častí 
domén, subdomén oddelených bodkou. Doména môže obsahovať znaky “A-Z“, 
“a-z“, “0-9“,   “- “, “ _“ . Časť stromu domén, ktorú spravuje DNS server, sa 
nazýva zóna. Výhodou stromového riešenia je, že každú časť stromu môže 
spravovať iný server. Týmto je docielená distribuovaná správa dát, čo znižuje 
možnosť výpadku celého systému. [1] 
3.1.1 BIND DNS 
Je najpoužívanejší DNS softvér na internete. Poskytuje robustnú a stabilnú 
platformu pre distribuované výpočtové systémy s vedomím, že tieto systémy sú 
plne kompatibilné s verejnými štandardmi DNS. 
 
BIND verzia 10 podporuje nový koncept zdroja dát (sqlite3). Zdroj dát je miesto, 
kde sa nachádzajú dáta autoritatívnej zóny. Nižšie verzie používajú ako zdroj dát 
textový súbor (.txt) nazývaný aj ako “MasterFiles“. Presný formát týchto 
súborov je daný v RFC 1034 a RFC 1035. Jedná sa o postupnosť záznamov 
v jednotlivých riadkoch. Na začiatku sa nachádza vstup $ORIGIN za ktorým 
nasleduje doménové meno. Tento vstup definuje relatívne doménové meno. 
Vstup $INCLUDE načíta ďalšie zónové súbory. $TTL definuje čas života pre tie 
záznamy, ktoré neobsahujú TTL parameter.[2] 
 
3.1.2 Zónové súbory 
Informácie o doménach a adresách sú uložené v tzv. zónových  súboroch. Každý 
takýto súbor obsahuje záznamy o konkrétnej doméne a ďalej môže obsahovať 
záznamy svojich subdomén (teda domén nižších poriadkov). Pre záznamy 
nasledujúce po definícii domény platí, že ak nie je meno ukončené znakom “.“ 
dopĺňa sa zaň automaticky doména v ktorej sa nachádza. To umožňuje lepší 
prehľad v konfiguračnom súbore, pretože sa neopakuje stále meno domény. 
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Na opačný preklad slúžia reverzné zónové súbory, ktoré definujú záznamy 
v špeciálnej doméne “in-addr.arpa“. Reverzné DNS záznamy nie sú vo 
všeobecnosti povinné, mnoho služieb ich však vyžaduje. (napr. niektoré mailové 
servery neprijímajú maily od serverov bez reverzného záznamu).[1] 
3.1.3 Typy záznamov v zónových súboroch 
Informácie v zónových súboroch sa nazývajú záznamy. Existuje viacero typov, 
ale ukážeme si len tie, s ktorými sa stretneme v každom zónovom súbore DNS 
servera. 
3.1.3.1 SOA (Start Of Authority) 
SOA záznam slúži na definovanie domény. 
Synatx: 
  <doména>  [<ttl>]  [<trieda>]  SOA  <nameserver>  <admin>  ( 
                    <serial> 
                    <refresh> 
                    <retry> 
                    <expire> 
                    <minimum> )   
 
 doména: meno domény, ktorú definujeme 
 ttl: TTL pre doménu (nepovinný parameter) 
 trieda: pre Internet vždy "IN" 
 nameserver: DNS server, na ktorom je uložený zónový súbor pre túto 
doménu 
 admin: adresa správcu DNS. Znak "@" sa nahrádza znakom "."! 
 serial: sériové číslo. Pri každej zmene zónového súboru musíte zvýšiť toto 
číslo, inak sa zmeny neprejavia v sekundárnych DNS serveroch!!! Podľa 
konvencie sa toto číslo udáva v tvare "YYYYMMDDxx", kde YYYY 
predstavuje rok, MM mesiac, DD deň poslednej zmeny a xx je číslo zmeny, 
ak treba uskutočniť viacero zmien počas jedného dňa. 
 refresh: určuje interval, v akom si má sekundárny DNS server obnovovať 
údaje z primárneho DNS servera (v sekundách, RFC 1033 odporúča: 3600). 
 retry: určuje interval, v ktorom sa má sekundárny nameserver pokúšať 
opätovne spojiť s primárnym DNS serverom po tom, ako pri spojení nastala 
chyba (v sekundách, RFC 1033 odporúča: 600) 
 expire: určuje platnosť údajov na sekundárnom DNS serveri v prípade, že 
sa mu nepodarí aktualizovať údaje z primárneho DNS servera (v sekundách, 
RFC 1033 odporúča: 3600000) 
 minimum: minimálna hodnota TTL (v sekundách, RFC 1033 odporúča: 
86400) 
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3.1.3.2 NS (Name Server) 
NS záznam slúži na definovanie DNS servera pre definovanú doménu. 
Syntax: 
  <doména>   [<ttl>] [<trieda>]   NS   <server>   
 doména: meno domény, v ktorej definujeme DNS server 
 ttl: TTL pre DNS server (nepovinný parameter) 
 trieda: pre Internet vždy "IN"  
 server: doménová (nie IP!) adresa DNS servera 
3.1.3.3 MX (Mail Exchanger) 
MX záznam slúži na definovanie mailového servera domény. 
Syntax: 
    <doména>   [<ttl>] [<trieda>]   MX   <priorita>   <server> 
 
 doména: meno domény, v ktorej definujeme DNS server 
 ttl: TTL pre DNS server (nepovinný parameter) 
 trieda: pre Internet "IN"  
 priorita: priorita pre doručovanie mailov pre doménu 
 server: doménová (nie IP!) adresa mailového servera domény 
3.1.3.4 A, AAAA (Address)   
A alebo AAAA záznam slúži na definovanie adresy pre meno. 
Syntax: 
  <server>   [<ttl>] [<trieda>]   A   <adresa> 
  <server>   [<ttl>] [<trieda>]   AAAA   <adresa> 
 
 server: doménová (nie IP!) adresa 
 ttl: TTL pre DNS server (nepovinný parameter) 
 trieda: pre Internet "IN"  
 adresa: IPv4 alebo IPv6 adresa pre daný server 
3.1.3.5 CNAME (Canonical Name)   
CNAME záznam slúži na definovanie aliasu (umožňuje vytvoriť alias pre server, 
ktorý už má “A“ alebo “AAAA“ záznam). 
Syntax: 
  <alias>   [<ttl>] [<trieda>]   CNAME   <server> 
 
 alias: alias (ďalšie meno) 
 ttl: TTL pre DNS server (nepovinný parameter) 
 trieda: pre Internet "IN"  
 server: doména (nie IP!) adresa 
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3.1.3.6 PTR (Pointer)   
PTR záznam slúži na definovanie reverzného záznamu (umožňuje preklad z IP 
adresy na doménové meno). 
Syntax: 
 <špeciálnemeno>   [<ttl>] [<trieda>]   PTR   <meno> 
 
 špeciálnemeno: IP adresa v opačnom poradí oktetov plus “in-addr.arpa“ 
 ttl: TTL pre DNS server (nepovinný parameter) 
 trieda: pre Internet "IN"  
 meno: doménová adresa pre danú IP adresu 
3.1.3.7 SRV (Service) 
SRV záznam je zovšeobecnený záznam o lokalizácii služby. 
Syntax: 
 <služba>   [<ttl>] [<trieda>]   SRV   <priorita> <váha> <port> <cieľ>   
 
 služba: služba.protokol.doména 
 ttl: TTL pre DNS server (nepovinný parameter) 
 trieda: pre Internet "IN"  
 priorita: relatívna priorita služby (rozsah 0 - 65535) 
 váha: používa sa v prípade, keď viac ako jedna služba má rovnakú prioritu 
 port: číslo portu priradené službe 
 cieľ: názov počítača, ktorý bude poskytovať službu (FQDN) [1] 
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4 DHCP 
Dynamic Host Configuration Protokol (ďalej len DHCP) je sieťový protokol 
založený na modelu klient - server,  ktorý sa stará o automatické prideľovanie IP 
adresy a ostatných parametrov potrebných k pripojeniu do siete (brána, maska 
podsiete, adresa DNS..).  DHCP server odpovedá na žiadosti od DHCP klienta 
a musí zaistiť jedinečnosť všetkých IP adries, ktoré prideľuje. Súčasnú definíciu 
DHCP nájdeme v RFC 2131.[3]  
4.1.1 ISC DHCP 
Je najrozšírenejší softvér na internete, ktorý implementuje DHCP pre pripojenie 
do lokálnej siete. Hoci sa jedná o otvorený zdroj (open source), jeho nasadenie 
je vhodné do vysoko objemových a vysoko spoľahlivých systémov. DHCP sa 
nastavuje pomocou konfiguračného súboru “dhcpd.conf“. Aktuálny stav 
zapožičaných adries sa nachádza v súbore “dhcpd.leases“. 
 
Prvým krokom pri konfigurácii DHCP servera, je vytvorenie konfiguračného 
súboru (v našom prípade je to súbor dhcpd.conf), ktorý pre klientov ukladá 
informácie o sieti. Pomocou tohto súboru deklarujeme nastavenia (globálne) pre 
klientske stanice. Konfiguračný súbor môže obsahovať tabulátory a prázdne 
riadky pre ľahšie formátovanie. Riadky začínajúce znakom # sú považované za 
komentár. 
   
V konfiguračnom súbore sa nachádzajú dva typy príkazov: 
 parametrické – určujú aké konfiguračné nastavenia budú poslané 
klientovi  
 deklarujúce – popisujú topológiu siete, klientov... 
 
Parametre ktoré začínajú kľúčovým slovom “option“ , sú označované ako 
doplnky. 
Ak sú parametre (začínajúce “option“) deklarované pred sekciou v zložených 
zátvorkách, sú považované, za globálne parametre. [4]  
 
Popis použitých globálnych parametrických príkazov: 
 
option ntp-servers ip-adresa [, ip-adresa... ]; - toto nastavenie určuje zoznam 
IP adries serverov poskytujúcich NTP pre  klientov 
 
option time-offset int32; - toto nastavenie určuje časový posun pre klientov 
v sekundách od UTC 
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option router-discovery príznak; - toto nastavenie určuje, či má klient žiadať 
alebo nežiadať smerovač o použitie Router Discovery mechanizmu definovaného 
v RFC 1256 
 
option domain-name-servers ip-adresa [, ip-adresa... ];  - toto nastavenie 
určuje zoznam IP adries serverov poskytujúcich DNS pre klientov 
 
option space názov; - toto nastavenie umožňuje generovať nové vendor-
encapsulated-option nastavenia 
 
option domain-name-servers ip-adresa [, ip-adresa... ];  - toto nastavenie 
určuje zoznam IP adries serverov poskytujúcich DNS pre klientov 
 
option vendor-class-identifier string; - toto nastavenie je používané 
niektorými DHCP klientami na identifikovanie typu dodávateľa a prípadne aj 
konfiguráciu klienta 
 
option netbios-name-servers ip-adresa [, ip-adresa... ];  - toto nastavenie 
určuje zoznam IP adries serverov poskytujúcich NBNS (NetBIOS Name Service) 
pre klientov 
 
Popis použitých parametrických príkazov: 
 
option subnet-mask ip-adresa; - toto nastavenie určuje masku podsiete 
podľa RFC 950 
 
option broadcast-address ip-adresa; - toto nastavenie určuje adresu pre vše 
smerové vysielanie na klientskej podsieti podľa RFC 1122 
 
option routers ip-adresa [, ip-adresa... ];  - toto nastavenie určuje zoznam IP 
adries smerovačov na klientskej podsieti 
 
option domain-name text; - toto nastavenie určuje názov domény, ktorú 
klient použije pri riešení hostiteľov pomocou DNS[10] 
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5 POUŽITÉ  TECHNOLÓGIE 
5.1 JavaScript 
Je skriptovací programovací jazyk, ktorý sa používa v internetových stránkach. 
Zapisuje sa priamo do HTML/XHTML kódu, čo prináša svoje výhodu aj 
nevýhody. 
 
Jedná sa o klientsky skript, pretože sa spolu so stránkou odosiela na klienta (do 
prehliadača) a až potom je tam vykonávaný. Protikladom klientskych skriptov 
sú skripty serverové, ktoré sú vykonávané na serveri a na klienta idú už len 
výsledky.  
 
Využíva sa hlavne pre overovanie, pridávanie a doplňovanie údajov. Napríklad 
pri novej registrácii, môžeme overiť, či sú vyplnené všetky polia, či sa zhodujú 
zadané heslá a podobne. 
 
5.2 PHP  
Je populárny open source skriptovací programovací jazyk, ktorý sa používa 
najmä na programovanie klient-server aplikácií (na strane servera) a pre vývoj 
dynamických webových stránok. 
 
PHP je voľne šíriteľný populárny open-source skriptovací programovací jazyk, 
ktorý umožňuje procedurálne, alebo objektovo orientované programovanie. Je 
predovšetkým vhodný na programovanie klient-server aplikácii na strane 
servera. Má využitie najmä pre programovanie interaktívnych dynamických 
www stránok a aplikácií. 
 
Jednoducho sa dá povedať, že skript napísaný v PHP je uložený na strane 
servera a klient, ktorý ho volá, dostane ako odpoveď klasickú statickú (X)HTML 
stránku. To znamená, že skript spracuje požiadavku klienta na serveri, na 
rozdiel napríklad od JavaScript-u, ktorý sa spracuje na strane klienta. Toto 
riešenie má v porovnaní s PHP výhodu v tom, že nemusíme stránku opätovne 
načítavať. Hlavná nevýhoda JavaScript-u je v možnostiach použitia a hlavne v 
(ne)bezpečnosti. Keďže útočník vie pozmeniť skript na strane klienta, aby 
vykonal nebezpečný kód, čo je v prípade PHP značne náročnejšie – útočník by 
sa musel dostať na server.  
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5.3 XHTML 
Je rozšíriteľný hypertextový značkovací jazyk na tvorbu webových prezentácií. 
V porovnaní s jazykom HTML je modernejší. Je zároveň aplikáciou jazyka XML, 
z čoho plynú niektoré odlišnosti. 
 
XHTML dnes existuje v dvoch verziách, ktoré definujú dokument a návod, ako 
ho prostredníctvom internetového prehliadača zobraziť. Prvá je XHTML 1.0, 
ktorá sa ešte delí na ďalšie tri varianty. Frameset (varianta pre stránky 
používajúce rámy), Transitional (variant, ktorá zjednodušuje prechod na 
XHTML) a Strict (najprísnejšia varianta). Druhou verziou je XHTML 1.1, ktorá 
sa moc nelíši od varianty XHTML 1.0 Strict. Je len rozdelená do niekoľkých 
modulov.  
5.4 Databáza 
Je kolekcia dát, alebo informácií uložených v počítačovom systéme, takým 
spôsobom, že počítačový program, alebo človek môže použiť dopytovací jazyk na 
získavanie týchto informácií. 
 
Takto získané informácie môžu byť použité pri rozhodovacom procese. Termín 
databáza vznikol v prostredí výpočtovej techniky. Hoci jeho význam sa rozšíril, a 
môže označovať aj neelektronické databázy. Kolekcie dát podobné databázam 
existovali už veľmi dávno napríklad vo forme účtovníckych záznamov a kníh a 
neskôr kartoték.  
 
V súčasnom období je asi najpoužívanejšou databázou MYSQL databáza. Ide 
o takzvanú relačnú databázu. To preto, lebo sa v nej môžu vytvárať vzťahy 
(relácie) medzi jednotlivými druhmi dát. Napríklad  medzi dátami 
o zákazníkoch a ich objednávkach.[5] 
5.4.1 Základné pojmy o relačných databázach 
Základom relačných databáz sú dvojrozmerné tabuľky, ktoré nazývame entity. 
Tabuľka sa skladá z riadkov a stĺpcov. Stĺpce nazývame atribúty a riadky 
jednoducho riadky (rows), alebo n-tice resp. výskyt. Priesečníkom riadka a 
stĺpca je pole (field).  
  
V prípade, že celá aplikácia je postavená na databáze a na narábaní s dátami, tak 
by mal byť dátový model riešený ako samostatná jednotka, ktorá bude sama 
organizovať konzistenciu svojich dát a integritu - t.j. vzťahy medzi dátami.  
 
Rozlišujeme doménovú, entitnú a referenčnú integritu dát. 
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Doménovou integritou rozumieme, že na úrovni stĺpcov definujeme 
obmedzenie na určitý dátový typ, prípadne obmedzenie na rozsah hodnôt. V 
databázovom slangu by sme mohli povedať doména atribútu. Inak povedané 
doménovú integritu zabezpečuje samotná databáza kontrolou zapisovanej 
hodnoty. 
 
Entitná integrita je záležitosťou jednoznačnej identifikácie riadka v rámci 
tabuľky. Stĺpec, ktorý obsahuje tento identifikátor sa nazýva Primárny kľúč 
(PRIMARY KEY). 
 
Referenčná integrita (RI) je už medzi tabuľkovou záležitosťou. Definuje 
vzťah dvoch tabuliek, a to pomocou cudzích kľúčov (FOREIGN KEY). 
5.4.2 Vzťahy medzi tabuľkami 
Väzba one-to-one (1:1) 
Vyjadruje vzťah, keď práve jeden záznam má vzťah k práve jednému jedinému 
inému unikátnemu záznamu. Napríklad každý jeden unikátny občan SR má 
jedno unikátne rodné číslo. Táto väzba nie je často využívaná pretože sa 
väčšinou dáta s takouto väzbou umiestňujú v rámci jednej tabuľky. 
 
Väzba one-to-many (1:N) 
Ide o najčastejšie používanú väzbu. Atribút v tabuľke môže v tomto prípade 
nadobúdať práve jednu hodnotu z množiny hodnôt definovaných v tabuľke 
druhej. Napríklad vzťah človeka a jeho rodného mesta. Miest je veľa, ale každý z 
nás sa narodil iba v jednom z nich. Rovnakú väzbu, ale opačne plní väzba veľa 
na jedného many-to-one (N:1). 
 
Väzba many-to-many (M:N) 
Pekným príkladom tejto väzby je vzťah čitateľov a novín. Každé noviny majú 
veľa čitateľov a každý z nich môže byť súčasne čitateľom niekoľkých rôznych 
novín. V praxi nejde v SQL tento vzťah vyjadriť priamo a používa sa preto 
"medzi-tabuľka" s väzbami 1:N na požadované tabuľky. Napríklad pre tabuľku 
noviny a čitateľ vytvoríme tabuľku čitateľ_novín, kde jeden stĺpec bude 
odkazovať na tabuľku čitateľov a druhý na tabuľku novín. V každom riadku tejto 
vyrovnávacej tabuľky teda bude identifikátor čitateľa novín, ktorý bude 
vyjadrovať, že daný čitateľ číta dané noviny. Jeden čitateľ môže mať v tabuľke 
viac záznamov (riadkov), ale žiadne noviny sa nesmú pre toho istého čitateľa 
opakovať dvakrát - každý záznam musí byť unikátny. Takto vytvorená tabuľka 
môže dať odpoveď kto číta aké noviny, naopak kto je čitateľom tých ktorých 
novín. 
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5.4.3 Kreslenie schém databáz 
Popísať niečo slovami môže byť veľmi náročné, preto už od databázového 
praveku existujú spôsoby názorného zakreslenia databáz. V prípade väčších 
databáz by mal byť diagram práve tým prostriedkom s ktorým sa pracuje. Pokiaľ 
ste nútení vytvárať SQL žiadosti pre rozsiahlejšiu databázu, potom možnosť 
nahliadnuť do schémy je veľmi príjemná. Súhrnne sa diagramy databáz 
prezentujú skratkou ERD (entity relationship diagram - diagram vzťahov entít 
/niekedy nazývané aj ERA - entity relationship and atributes/). [6] 
5.4.4 MySQL 
Je svetovo najpopulárnejší a najpoužívanejší “open source“ databázový softvér, 
ktorý beží na serveroch a poskytuje prístup k rade databáz. Vyznačuje sa 
vynikajúcou rýchlosťou, spoľahlivosťou a jednoduchosťou používania, vďaka 
ktorým sa stal preferovanou voľbou pre web. MySQL bol pôvodne vyvinutý 
a založený vo Švédsku dvoma Švédmi a Fínom: David Axmark, Allan Larsson 
a Michael “Monty“ Widenius, ktorí pracovali spolu od roku 1980.  
 
Mnoho z najväčších a najrýchlejšie sa rozvíjajúcich organizácií používa MySQL, 
aby ušetrili čas a peniaze pri poháňaní svojich veľkoobjemových webov, 
kritických podnikových systémov a pod. Sú nimi napríklad Yahoo!, Google, 
Alcatel-Lucent, Nokia, YouTube, Wikipedia, ... 
 
MySQL je kľúčovou súčasťou LAMP (Linux, Apache, MySQL, PHP/Perl/Pyton), 
rýchlo rastúceho “open source“ podnikového balíka. Stále viac a viac firiem 
používa LAMP ako alternatívu ku drahým  softwarovým balíkom. [7] 
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6 NÁVRH DÁTOVÉHO MODELU 
Pre udržanie integrity databáze, navrhujem použiť InnoDB spôsob uloženia dát. 
 
Informačný databázový systém slúžiaci pre evidovaniu DNS a DHCP záznamov 
a zároveň slúžiaci pre  poskytovanie týchto záznamov pre činnosť DNS a DHCP 
serverov, musí mať z pohľadu databázového systému entitu, na ukladanie týchto 
záznamov. Táto entita bude najdôležitejšia spomedzi všetkých entít, lebo od nej 
sa bude odvíjať vytváranie konfiguračných súborov pre správnu činnosť DNS a 
DHCP serveru. 
 
Pre momentálne rozdelenie fakultnej siete na segmenty, kde segment 
predstavuje tretí oktet v IPv4 adrese, je potreba vytvoriť entitu segmenty na 
správu týchto segmentov, ktoré budú vzťahom 1:N (jeden segment sa môže 
nachádzať na viacerých záznamoch, ale jeden záznam môže byť priradení práve 
jednému segmentu) naviazané na entitu záznamy.   
 
Aby bolo možné vytvárať konfiguračný súbor pre DHCP server, je zapotreby 
získať informácie od súčasných sietí, preto je potreba vytvoriť entitu siete, ktorá 
bude naviazaná vzťahom 1:N (jedna sieť môže mať priradení len jeden segment, 
ale jeden segment sa môže nachádzať na viacerých sieťach) na entitu segmenty. 
 
DNS záznamy je potreba rozdeľovať podľa typu (A, AAAA , MX, CNAME, NS, 
SRV), preto je potreba vytvoriť entitu typ DNS záznamu, ktorá bude vzťahom 
1:N (jeden záznam musí mať priradení len jeden určitý typ DNS záznamu, ale 
jeden určitý typ DNS záznamu sa môže nachádzať na viacerých záznamoch)  
naviazaná na entitu záznamy. 
 
Z požiadavku na priraďovanie A a AAAA DNS záznamov do miestností, je 
zapotreby vytvoriť entitu miestnosti, ktorá bude vzťahom 1:N (jeden záznam sa 
môže priradiť práve jednej miestnosti, ale jedna miestnosť môže patriť na 
viaceré záznamy) naviazaná na entitu záznamy. 
 
Aby záznamy nemohol pridávať hocikto, musíme systém opatriť prihlasovacím 
formulárom a overovať užívateľov. Na toto bude slúžiť entita užívatelia, ktorá 
bude viesť informácie o mene, hesle a ID skupine oprávnenia z entity skupiny.  
 
Entita skupiny bude väzbou 1:N (jeden užívateľ môže patriť len do jednej 
skupiny, ale jedna skupina môže byť priradená viacerým užívateľom) naviazaná 
na entitu užívatelia. 
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Aby sme mohli sledovať, kto pridal určitý záznam, spojíme entitu užívatelia 
s entitou záznamy väzbou 1:N (jeden záznam môže patriť len jednému určitému 
užívateľovi, ale jeden užívateľ môže vlastniť viacero záznamov). 
 
Z požiadavku na priraďovanie segmentov užívateľom, je rozumné vytvoriť vzťah 
M:N medzi entitou užívatelia a segmenty, čím sa dosiahne jednoduchá možnosť 
realizácie priraďovania pomocou novej tabuľky vzťahov užívateľ - segment.  
 
V prípade zmeny údajov v konfiguračnom súbore pre BIND  DNS server, sa 
musí automaticky zmeniť aj sériové číslo. Proces musí na základe starého 
sériového čísla vytvoriť nové a prepísať to staré na dostupnom mieste 
v databáze. Na túto činnosť navrhujem entitu možnosti, kam sa budú poprípade 
ukladať ďalšie potrebné informácie. Táto entita nebude mať žiadne väzby 
k ostatným entitám. 
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7 DÁTOVÝ MODEL 
Je normalizovaní podľa normálových foriem, aby sa s ním dalo efektívne 
pracovať. Všetky údaje potrebné pre správnu činnosť systému sa ukladajú do 
MySQL databáze so spôsobom uloženia dát InnoDB, čím sa zaručila referenčná 
integrita dát.   
 
Ako môžeme na obr. č. 1 vidieť, tak databáza obsahuje deväť tabuliek. Tabuľka 
records obsahuje jednotlivé riadky potrebné pre vytvorenie DHCP a DNS 
záznamu. Entita dns_record_type spravuje typy DNS záznamov (A, AAAA, MX, 
CNAME, NS, SRV) Tabuľka users obsahuje užívateľov s právom prístupu do 
systému. Tabuľka groups obsahuje typy oprávnení, ktoré môžu užívatelia 
nadobudnúť. Entita user_segment obsahuje záznamy o priradení segmentov 
jednotlivým užívateľom. Tabuľka networks spravuje vložené siete. Entita 
options obsahuje údaj o poslednom sériovom čísle v SOA zázname, globálne 
nastavenia konfiguračných súborov pre BIND DNS a ISC DHCP a informáciu 
o poslednom obnovení týchto súborov. 
 
 
 
                                   Obr. č.1: Entity relationship diagram (ERD) 
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7.1 Obmedzenie cudzieho kľúča (INNODB) 
Pri odstránení záznamu z tabuľky rooms, dôjde k NULLovaniu všetkých polí, 
kde sa táto miestnosť nachádzala na záznamoch. To isté platí pri odstránení 
záznamu z tabuľky  users, teda v prípade odstránenia užívateľa. V prípade 
odstránenia užívateľa dôjde tiež ku odstráneniu záznamov priradenia 
segmentov užívateľovi z tabuľky user_segment.   
 
Pri odstránení záznamu z entity segments, teda pri odstránení segmentu dôjde 
ku kaskádovitému odstráneniu všetkých záznamov, na ktorých bol daný 
segment priradení. To znamená napr., že pri odstránení segmentu 66, dôjde ku 
odstráneniu všetkých A a AAAA záznamov, ktoré sú priradené tomuto 
segmentu. Ďalej dôjde k odstráneniu záznamov priradenia segmentov 
užívateľovi v tabuľke user_segment a odstráneniu všetkých sietí,  na ktoré bol 
daný segment naviazaný.   
7.2 Prístup do databáze 
V koreňovom adresári stránky sa nachádza súbor “config.php“, kde sa definujú 
informácie potrebné pre prístup do databáze. Pokiaľ nebudú tieto informácie 
rovnaké na strane klienta a servera, nebude možné prevádzať dotazy a na 
stránke sa objaví chybová správa “Nepodařilo se navázat spojení s databází!“. 
V prípade, že sa nepodarí pripojiť databázu, objaví sa chybová správa “Databázi 
se nepodařilo vybrat!“. Ak nastane nejaká chyba pri vykonávaní dotazu, vypíše 
sa chybová správa “Dotaz zlyhal!“. 
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8 WWW ROZHRANIE 
8.1 Prihlasovanie sa do systému 
Po zadaní adresy webu sa načíta “index.php“ a zobrazí sa úvodné rozhranie. 
Vpravo hore sa nachádza prihlasovací, odhlasovací formulár. Po prihlásení 
nastane presmerovanie podľa aktuálneho oprávnenia užívateľa.  Užívateľ 
s oprávnením Správca FEKT bude presmerovaný na súbor 
“index_success_fekt.php“ a užívateľ s oprávnením Správca Ústavu bude 
presmerovaný na súbor “index_success_ustav.php“. Podľa oprávnenia sa 
užívateľom zobrazia položky v menu nasledovne: 
 Anonymný (neprihlásený) užívateľ – “Domů“, “Info“ 
 Správca Ústavu - “Přidat záznam“, “Správa záznamů“, “Soubory“ 
 Správca FEKT - “Přidat záznam“, “Správa záznamů“, “Správa segmentů a  
 sítí“, “Nastavení“, “Soubory“, “Oprávnění“ 
 
Pri prihlásení sa začne relácia a uložia sa premenné SESS_GROUP, 
SESS_FULLNAME, SESS_USER_ID a SESS_STATUS na strane servera. 
Premenná SESS_GROUP a SESS_STATUS sa používa pri overovaní oprávnenia 
prístupu na stránky, premenná SESS_FULLNAME sa vypisuje v uvítacej 
správne a premenná SESS_USER_ID slúži na to, aby sa prihlásený užívateľ 
nemohol odstrániť z aktívnych užívateľov a taktiež ako bezpečnostný prvok 
prihlásenia.  
 
Po kliknutí na tlačidlo “Odhlásit“, ktoré sa nachádza vpravo hore, dôjde 
k presmerovaniu na “index.php“. Zároveň sa uzavrie relácia a vymažú sa všetky 
premenné relácie na strane servera.  
8.1.1 Bezpečnostné opatrenia 
Prihlasovací formulár je ošetrení proti útoku SQL Injection pomocou funkcie 
clean tak, že každý reťazec vložený do prihlasovacieho formulára prejde 
funkciou trim. Následne, ak je výsledok funkcie magic_quotes_gpc pravda, tak 
prejde ešte cez funkciu stripslashes a mysql_real_escape_string ako vstupný 
parameter. Až takto ošetrený reťazec sa posiela do databáze. 
 
Heslá sa pred uložením do databáze šifrujú hašovacou funkciou md5 na strane 
servera. Z pohľadu bezpečnosti, je toto šifrovanie užitočné v prípade 
neoprávneného preniknutia útočníka do databáze. Pokiaľ stránka nebude 
používať zabezpečené pripojenie (HTTPS), budú hesla prechádzať cez internet 
v nezabezpečenej, nešifrovanej podobe. 
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Aby užívatelia s oprávnením Správca Ústavu nemali prístup na stránku 
“Oprávnění“, je táto položka z menu pre správcov ústavu odstránená a taktiež 
prístup na stránku je ošetrení podmienkou, že pokiaľ sa skupina oprávnenia 
nerovná skupine Správca FEKT, tak dôjde k presmerovaniu. Takže vytvárať 
nových užívateľov môže len Správca FEKT.  
 
Pri pokuse užívateľa s oprávnením “Správce Ústavu“ skopírovať URL adresu, zo 
stránky užívateľa s oprávnením “Správce FEKT“ (kam nemá užívateľ 
s oprávnením “Správce Ústavu“ prístup) a následným vložením do prehliadača, 
je tento pokus o neoprávnené vniknutie odhalený a daný užívateľ je automaticky 
odhlásení.  
8.1.2 Registrácia nového užívateľa 
Pridávanie nového a správu súčasných užívateľov sa prevádza na stránke 
“Oprávnení“ v menu. Pre pridanie nového užívateľa, je potreba vyplniť polia 
perID, Meno a priezvisko, Heslo, Potvrdenie hesla, Skupina. V dolnej 
časti sa z databáze načítajú a na stránku vypíšu aktívni užívatelia (max. 5 na 
stránku). Po výpise môžeme jednotlivých užívateľov odstrániť  alebo upraviť 
pomocou príslušných tlačidiel.  
 
Pri pridávaní nového užívateľa alebo pri úprave súčasného je potreba navoliť 
užívateľovi segmenty s ktorými bude pracovať (ktoré sa mu zobrazia pri 
pridávaní záznamu). 
  
Nového užívateľa môžeme priradiť do jednej z dvoch skupín oprávnenia: 
 
1. Správca FEKT - vidí všetky záložky a môže všetko 
   - môže pracovať len so segmentami, ktoré si priradí 
 
2. Správca Ústavu - nemôže pridávať nových a upravovať aktuálnych uživ. 
     - nemôže spravovať segmenty a siete 
     - môže pracovať so segmentami, ktoré mu boli priradené 
 
Po vyplnení registračného formulára a po kliknutí na tlačidlo “Pridat uživatela“ 
sa nový užívateľ úspešne uloží do databáze, len v tom prípade, že reťazec z poľa 
Heslo a z poľa Potvrdenie hesla sa budú rovnať a reťazec z poľa perID sa už 
nenachádza v databáze.  
 
Po zmenení stavu užívateľa na “Neaktivní“ sa daný užívateľ neprihlási! 
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8.2 Pridávanie záznamov 
Formulár na pridávanie nových DNS záznamov do databáze sa nachádza 
v menu pod názvom “Přidat záznam“. Je možné pridať šesť typov DNS 
záznamov. A, AAAA, MX, CNAME, NS, SRV. Po presunutí myšou na jednotlivé 
polia sa zobrazí napovedá pre správny tvar zápisu. Ku každému typu záznamu sa 
po výbere automaticky zobrazia alebo skryjú polia za pomoci JavaScriptu.  
 
U záznamu typu A sa dajú vyplniť polia: 
Doména (FQDN) – povinné 
Segment - povinné, načítajú sa len priradené segmenty 
HostID – povinné, v rozsahu 1 – 254 
Miestnosť – povinné, načítajú sa všetky miestnosti do zoznamu 
Sériové číslo - nepovinné  
MAC adresa – povinné, zápis v tvare XX:XX:XX:XX:XX:XX  
 
U záznamu typu AAAA sa dajú vyplniť polia: 
Doména (FQDN) – povinné 
Segment - povinné, načítajú sa len priradené segmenty 
InterfaceID – povinné, zadanie podľa RFC 4291 
Miestnosť – povinné, načítajú sa všetky miestnosti do zoznamu 
Sériové číslo - nepovinné  
MAC adresa – povinné, zápis v tvare XX:XX:XX:XX:XX:XX  
 
U záznamu typu MX sa dajú vyplniť polia: 
Doména (FQDN) – povinné 
Priorita - povinné 
Server – povinné 
 
U záznamu typu CNAME, NS a SRV sa dajú vyplniť polia: 
Doména (FQDN) – povinné 
Server – povinné 
 
Výsledná IPv4 a IPv6 sa pri A a AAAA záznamoch doplní automaticky po 
vyplnení potrebných polí. MAC adresa sa pri pridávaní záznamu u týchto 
záznamov overuje regulárnym výrazom na hexadecimálne znaky a unikátnosť 
v databáze. Pridanie DNS záznamov typu CNAME, NS, MX pre server 
(...).feec.vutbr.cz sa nezdarí pokiaľ  k serveru (...).feec.vutbr.cz  nebude existovať 
odpovedajúci A alebo AAAA záznam. Platí len pre doménu fee.vutbr.cz! 
V prípade, že pri ukláňaní záznamu nebudú vyplnené určité polia, alebo budú 
zadané informácie v zlom tvare, vypíše sa na stránku chybová správa a záznam 
sa do databáze neuloží. V opačnom prípade sa záznam do databáze uloží a  
zobrazí sa v spodnej časti stránky, kde je ho možné odstrániť alebo upraviť. 
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8.2.1 Správa záznamov 
Pridané záznamy je možné spravovať pomocou “Správa záznamu“ v menu. Na 
tejto stránke sa implicitne zobrazia aktívne záznamy typu A. Záznamy je možné 
filtrovať na základe typu (A, AAAA, MX, CNAME, NS, SRV) a na základe či sú 
aktívne alebo neaktívne. Filtrovanie záznamov sa ďalej odvíja od prihláseného 
užívateľa a od segmentov, ktoré má pridelené. U A a AAAA DNS záznamov sa 
overuje, či aktuálny užívateľ má priradené segmenty, ktoré sa nachádzajú na 
daných záznamoch. U MX, CNAME a NS záznamoch sa overuje atribút server 
s atribútom domain u A a AAAA DNS záznamoch a ak existuje zhoda a zároveň 
má aktuálny užívateľ priradení segment, ktorý sa nachádza na danom A alebo 
AAAA zázname, dochádza k zobrazeniu daného záznamu v tabuľke.  
 
Vždy sa na stránku zobrazí maximálne 10 záznamov a v prípade, že ich je viac, 
tak pomocou stránkovania v dolnej časti tabuľky sa dajú zobraziť ďalšie.    
 
Ku každému typu záznamu sa vytvorí iná tabuľka po vyfiltrovaní daného typu 
DNS záznamu. V posledných dvoch stĺpcoch sa vždy nachádza tlačidlo na 
odstránenie a úpravu záznamu. 
8.3 Úprava záznamov 
Pri úprave záznamu sa načíta podobný formulár, na ktorý platia všetky pravidlá 
a ošetrenia ako pri pridávaní nového záznamu. Tento formulár obsahuje navyše 
pole Stav, pričom nové pridané záznamy sú vždy aktívne a až následnou 
úpravou sa dajú prepnúť do stavu neaktívne (tieto záznamy sa nepremietnu do 
konfiguračných súborov). 
8.3.1 Archív 
Systém pri úprave záznamu vytvorí vždy nový záznam a starý nastaví 
s príznakom “Archív“. Tento archivovaný záznam následne ponúkne v dolnej 
časti stránky pri ďalšej úprave záznamu a je ho možné opäť aktivovať alebo 
odstrániť, pričom pri aktivácií dôjde k zámene príznakov s aktívnym záznamov.  
8.4 Správa segmentov a sietí 
Predtým, než je možné pridávať nové záznamy alebo siete, je potrebné pridať 
segmenty. To je možné za pomoci stránky “Správa segmentů a sítí“ v menu. Táto 
stránka obsahu formulár s poľami Názov a Segment a tlačidlom na pridanie 
segmentu. Tento formulár sa zároveň používa na úpravu segmentu, ktorý sa 
navolí z vedľajšej tabuľky všetkých segmentov. Pri pridávaní nového segmentu 
sa overuje jeho unikátnosť. V prípade, že už existuje, systém na to upozorní 
a segment sa neuloží.   
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V dolnej časti stránky sa nachádza formulár na pridávanie a úpravu sietí. Je 
možné pridať dva typy sietí. Verejné IPv4 a privátne IPv4 siete. 
 
U siete typu verejná IPv4 sa dajú vyplniť polia: 
Segment – povinné, načítajú sa všetky vytvorené siete 
IP – povinné, číslo pre štvrtý oktet IP adresy (rozsah 0 - 254) 
Prefix – povinné, prefix podľa RFC 4291 
Doména – nepovinné, názov domény pre danú sieť  
Primárna DNS – nepovinné, IPv4 adresa 
Sekundárna DNS – nepovinné, IPv4 adresa 
Predv. doba zapožičania – nepovinné, doba v sekundách 
Max. doba zapožičania – nepovinné, doba v sekundách 
Rozsah od – nepovinné, IPv4 adresa 
Rozsah do – nepovinné, IPv4 adresa 
Brána – nepovinné, IP adresa routeru, ktorý pripojuje klientov k sieti 
Ďalšie nastavenia – nepovinné, je možné dopísať ďalšie nastavenia pre sieť 
Pole Výsledná sieť sa doplní automaticky po vyplnení polí Segment a IP. 
 
U siete typu privátna IPv4 sa nachádzajú na formulári všetky polia ako pri typu 
siete verejná IPv4 okrem poľa Segment. Tu zároveň slúži pole IP pre zadanie 
celej IP adresy a nie len posledného oktetu. 
8.5 Nastavenia 
Na tejto stránke sa v hornej časti nachádza formulár na pridávanie miestností. 
Tento formulár sa zároveň používa na úpravu miestnosti, ktorá sa navolí 
z vedľajšej tabuľky všetkých miestnosti. Pri pridávaní novej miestnosti sa 
overuje jej unikátnosť na pole Názov. V prípade, že už existuje, systém na to 
upozorní a miestnosť sa neuloží.  Pred pridaním miestnosti je možné ešte okrem 
povinného poľa Názov, zadať nepovinné pole Telefón. 
 
Ďalej sa na stránke nachádzajú polia: 
Ipv4 predpona – používa sa pri doplňovaní IPv4 adresy   
IPv6 predpona – používa sa pri doplňovaní IPv6 adresy 
Cesta pre DHCP include - používa sa na správne nasmerovanie pre include 
Globálne nastavenie dhcpd.conf súboru – tieto nastavenia sa pridávajú 
na začiatok konfiguračného súboru dhcpd.conf pre DHCP server. 
Globálne nastavenie feec.dom súboru – tieto nastavenia sa pridávajú na 
začiatok konfiguračného súboru feec.dom pre DNS server. V týchto 
nastaveniach sa nachádzajú dva reťazce (“(Serial bude doplnení automaticky)“ a 
“(NS záznamy budú doplnené automaticky)“) a nie je možné ich odstrániť alebo 
upraviť pretože budú neskôr nahradené inými reťazcami pri vytváraní 
“dhcpd.conf“ konfiguračného súboru pre DHCP server.  
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8.6 Potvrdenie vykonaných zmien 
Pri pridaní, odstránení alebo úprave DNS záznamu, siete, segmentu sa zobrazí 
v hornej časti stránky upozornenie, že boli vykonané zmeny. Toto upozornenie 
signalizuje, že momentálne vytvorení konfiguračný súbor pre BIND DNS alebo 
ISC DHCP obsahuje staré informácie a je ho potreba obnoviť. To sa realizuje 
pomocou tlačidla vedľa upozornenia s nápisom “Uplatnit změny“. Po vykonaní 
zmien upozornenie zmizne. 
8.7 Validita stránok 
Aby sa stránky rýchlejšie načítavali a správne zobrazovali, bol vykonaný test 
validity každej stránky na webe validator.w3.org. Všetky nájdené chyby boli 
opravené, takže stránka je vytvorená podľa štandardov konzorcia W3C. 
8.8 Podpora prehliadačov 
Správne zobrazovanie stránok bolo testované vo webových prehliadačoch 
Microsoft Internet Explorer, Mozilla Firefox, Opera, Safari, Google Chrome. Vo 
všetkých týchto prehliadačoch sa stránky zobrazovali správne, čo by malo byť 
hlavne zárukou validného kódu.  
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9 KONFIGURAČNÉ SÚBORY 
9.1 Vytváranie konf. súboru pre ISC DCHP 
Tento konfiguračný súbor sa vytvorí z globálnych nastavení pre ICS DHCP, 
ktoré je možné upravovať na stránke Nastavenia. Ďalej sa vytvára na základe 
všetkých pridaných sietí a ich nastavení. V neposlednom rade na základe 
všetkých aktívnych A a AAAA DNS záznamov. 
 
Celý proces vytvorenia súboru začína zavolaním funkcie reset_dhcpd, ktorá je 
definovaná v súbore “functions.php“. Funkcia na začiatku z databáze načíta a do 
súboru uloží globálne nastavenia pre ISC DHCP. Potom načíta z databáze všetky 
siete a ich nastavenia a podľa šablóny ich uloží do súboru. Na konci funkcia 
vytvorí súbory pre každý segment, ktorý má minimálne jeden aktívny naviazaný 
A  DNS záznam. Cesty k týmto súborom zapíše v žiadanom tvare do hlavného 
konfiguračného súboru “dhcpd.conf“.  
9.2 Vytváranie konf. súboru pre BIND DNS 
Tento konfiguračný súbor sa vytvorí z globálnych nastavení pre BIND DNS, 
ktoré je možné upravovať na stránke Nastavenia. Ďalej sa vytvára zo všetkých 
aktívnych DNS záznamov (A, AAAA, MX, CNAME, NS, SRV).  
 
Hlavný proces vytvorenia súboru začína zavolaním funkcie reset_dns, ktorá je 
definovaná, tak ako všetky ostatné funkcie v súbore “functions.php“. Funkcia 
začína podobne ako v prípade vytvorenia konfiguračného súboru pre ISC DHCP 
a to načítaním z databáze a do súboru uložením globálnych nastavení pre BIND 
DNS. Následne načíta všetky aktívne MX záznamy a v prípade, že patria pod 
doménu feec.vutbr.cz zapíše ich do súboru pomocou šablóny v skrátenom tvare. 
Toto isté, len pomocou inej šablóny zápisu do súboru sa opakuje, pre všetky 
aktívne CNAME, SRV a NS záznamy. V prípade A a AAAA záznamov je to 
podobné,  ako v predchádzajúcich záznamoch, v tom rozdiely, že šablóna musí 
z uložených nastavení vytvoriť celé IPv4 a IPv6 adresy. O  vytváranie PTR 
záznamov, sa stará akoby obrátená šablóna na A a AAAA záznamy. Na konci 
funkcie sa zavolá ešte funkcia str_replace, ktorá nahradí reťazec “(NS záznamy 
budú doplnené automaticky)“ z už uložených globálnych nastavení za aktívne 
MX záznamy. Podobne sa nahradí reťazec “(Serial bude doplnení automaticky)“ 
z už uložených globálnych nastavení za nový serial, ktorý vráti funkcia 
get_serial. 
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10 TESTOVANIE SYSTÉMU 
Z pohľadu funkčnosti systému som testovanie realizoval: 
 
 pridaním nových užívateľov pomocou vyplnenia a odoslania formuláru 
 pridávaním a odoberaním segmentov užívateľovi 
 upravením a odstránením užívateľov z tabuľky aktívnych užívateľov 
 prihlasovaným sa vyplnením prihlasovacieho formuláru pomocou údajov 
aktívnych a neaktívnych užívateľov. 
 odhlásením sa zo systému a skontrolovaním vymazania relačných údajov 
 pridávaním DNS záznamov pomocou vyplnenia formulára rôznymi znakmi 
 overovaním správnosti vypisovaných chybových správ po zadaní 
nekorektných údajov do formulára 
 upravovaním a odstraňovaním DNS záznamov z tabuľky záznamov 
 upravovaním DNS záznamov a sledovaným presmerovania po úspešnom 
upravení 
 aktivovaním starších záznamov z tabuľky archív pre daný záznam 
 pridávaním, odstraňovaním a upravovaním miestností, segmentov a sietí 
 menením globálnych nastavení pre ISC DHCP a BIND DNS 
 uplatňovaním zmien pre obnovenie konfiguračných súborov 
 
Z pohľadu bezpečnosti systému som testovanie realizoval: 
 
 overovaním načítania stránok alebo nenačítaním a následným 
presmerovaním pre anonymného užívateľa 
 overovaním načítania stránok alebo nenačítaním a následným 
presmerovaním pre registrovaného užívateľa s oprávnením Správca FEKT 
 overovaním načítania stránok alebo nenačítaním a následným 
presmerovaním pre registrovaného užívateľa s oprávnením Správca Ústavu 
 zadávaním SQL Injection reťazca do prihlasovacieho formulára 
 načítaním URL adresy ku ktorej má prístup len užívateľ s oprávnením 
Správca FEKT,  užívateľom s oprávnením Správca Ústavu 
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11 NASADENIE SYSTÉMU 
11.1 Predpoklady 
Aby bolo možné systém nasadiť, je zapotreby softwarový webový server ako je 
napríklad Apache verzie 2.0 a vyššie alebo IIS verzie 6.0 a vyššie s podporou 
PHP verzie 5.1 a vyššie. 
 
Ďalej je zapotreby relačný databázový systém s podporou ukladania dát InnoDB 
ako je napríklad Oracle, SAP, SQL alebo MySql.   
11.2 Inicializácia systému 
Všetky potrebné súbory na chod systému sa nachádzajú na dodanom CD 
v zložke “web“. Tieto súbory je potrebné skopírovať do koreňového priečinku na 
HTTP server. Na CD sa nachádza ešte skript s názvom “script.sql“, ktorý je 
potreba vykonať na založenú databázu pre náš systém. Tento skript sa postará 
o vytvorenie všetkých potrebných tabuliek a relačných vzťahov medzi nimi. 
Ďalej pridá typy DNS záznamov (A, AAAA, MX, CNAME, NS, SRV) a záznamy 
na uloženie globálnych nastavení pre BIND DNS a ISC DHCP server. 
 
Ak systém neobsahuje ani jedného aktívneho užívateľa, dôjde k automatickému 
presmerovaniu na stránku “poprve.php“. Tá vykoná inicializáciu systému tým, 
že pridá dve skupiny oprávnenia (Správca FEKT a Správca Ústavu). Ďalej pridá 
nulovací segment a záznamy do tabuľky options, ktoré sa používajú pri 
indikovaní zmien konfiguračných súborov. V prípade, že už bol systém raz 
inicializovaný (do databázy sa uložili všetky potrebné záznamy) nedôjde 
v prípade opakovaného načítania stránky ku zdvojeniu záznamov. 
 
Na presmerovanej stránke sa nachádza formulár na pridanie užívateľa 
s oprávnením Správca FEKT, ktorý po úspešnom pridaní presmeruje na stránku 
“index.php“ a je možné prihlásiť sa do systému.  
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12 ZÁVER 
Bol navrhnutý, realizovaný a otestovaný informačný databázový systém, ktorý je 
intuitívny a dostupný prostredníctvom webového prehliadača. Systém v 
súčasnom stave umožňuje pomocou webového rozhrania autorizovať správcov 
Fakulty elektrotechniky a komunikačných technológií a jej ústavov. Ďalej 
umožňuje správcom FEKT spravovať segmenty, ktoré je možné priraďovať 
jednotlivým užívateľom, DNS záznamom a sieťam.  
 
Systém umožňuje spravovať DNS záznamy, siete, segmenty, užívateľov a 
miestnosti prehľadným zobrazením v tabuľke a stránkovaním. Pre potrebu 
vytvárania konfiguračných súborov umožňuje systém meniť nastavenia,  ktoré 
sa prejavia globálne. Za pomoci zložitejších dotazov na databázu umožňuje 
systém vyfiltrovať len tie DNS záznamy užívateľovi, ku ktorým má prístup cez 
naviazané segmenty. 
  
I napriek čím ďalej sa zauzlujúcej problematike a vzájomnej naviazanosti DNS a 
DHCP systému sa podarilo implementovať vytváranie konfiguračných súborov 
pre správnu činnosť BIND DNS a ISC DHCP servera. Výstupom procesu 
vytvárania sú súbory “feec.dom“, “dhcpd.conf“ a jednotlivé súbory segmentov 
v tvare “dhcp_147_229_xx“, kde xx je číslo segmentu. 
 
Momentálne vytvorený systém je odladený a mal by splňovať požiadavky na 
každodennú interakciu a funkčnosť, čo je pri práci s veľkými distribuovanými 
systémami ako je DNS a DHCP potrebné. 
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