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Abstrakt 
Digitální informace jsou v dnešní době neodmyslitelnou součástí lidské existence. V elektronické 
podobě je dnes uloženo stále více informací a to nejen osobních, ale i firemních a státních. Tato 
bakalářská práce rozebírá možnosti zálohování dat, porovnává existující softwarová řešení a popisuje 






Nowadays digital information is an inseparable part of our lives. More and more information has been 
stored on digital storages. It is very well used by individuals, companies and states. This bachelor 
thesis is aimed at data backups, software comparison and mainly at description of the created 
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Počítačová data jsou v dnešní době neodmyslitelnou součástí lidské existence. V elektronické podobě 
je dnes uloženo stále více informací a to nejen osobních, ale i firemních a státních. Existence mnoha 
firem je závislá na stoprocentně bezpečném uložení informací a ztráta jakékoliv z nich by byla pro 
tyto firmy likvidační. Jen stěží si dovedeme představit situaci, kdy by se ztratila polovina údajů 
z důležitých registrů, jako je například registr obyvatel České republiky. Zálohování se netýká jen 
firem a státních orgánů, ale i jednotlivců. Většina lidí má ve svém počítači různé vzpomínky, o které 
by nerada přišla. Mohou to být fotografie a videa z oslav, svatby, fotografie potomků apod. 
 Fakt, že počítačová data jsou vysoce důležitá, potvrzuje i úspěch firem, které se zabývají 
jejich obnovou. Lidé, kteří přišli o svá data, jsou takovým firmám ochotni zaplatit několikanásobně 
vyšší cenu, než stojí prevence jejich ztráty.  
Cílem této bakalářské práce je najít nejpoužívanější volně dostupná řešení, tato řešení 
prozkoumat a na základě získaných poznatků vytvořit program, který je schopný inteligentně 
zálohovat a obnovovat data včetně jejich verzování. Při zkoumání dostupných řešení jsem se zaměřil 
především na to, jak se tyto programy staví k záloze a obnově dat. Dostupná řešení totiž často nabízí 
velká množství druhotných funkcí, která nesouvisí přímo se zálohou dat a opomíjí tak, že jejich 
hlavním účelem je právě záloha a obnova dat. Určitá část dostupných řešení opomíjí elementární 
funkce, jako jsou výše zmíněná obnova dat, vyhledávání souborů v záloze a mnohé další. V některých 
zkoumaných případech se stalo, že při záloze dat došlo ke smazání staré zálohy a nová, aktuální 
záloha se již nevytvořila. To považuji za velmi vážnou chybu. Pokud totiž uživatel takovou chybu 
neodhalí včas, tak ačkoliv si právem myslí, že má data zálohovaná, tak se rychle přesvědčí o opaku. 
Ovšem ani ideální zálohovací program nezaručí zachování dat v případě nesprávného použití 
programu uživatelem. Systém zálohování je třeba promyslet. Na základě internetových diskuzí jsem 
zjistil, že spousta lidí používá zálohovací program, avšak k zálohování dochází jen částečně. Jako 
příklad lze uvést situaci, kdy má uživatel na svém pevném disku dva oddíly a zálohuje z jednoho do 
druhého. V takovém případě znamená porucha hardwaru automaticky ztrátu všech dat, včetně zálohy. 
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2 Možnosti prevence ztráty dat 
Data je možné chránit před ztrátou různými způsoby. Tyto způsoby je nutné vhodně zkombinovat, 
aby se co nejvíce snížila možnost jejich ztráty. 
2.1 Hardwarová řešení 
Hardwarové řešení je vhodné použít v situacích, kdy je třeba chránit data v reálném čase tak, aby 
nedošlo k výpadku datového uložiště v případě poruchy části datového uložiště. Hardwarovým 
řešením ochrany dat se rozumí zapojení více paměťových jednotek do svazku RAID1, který je možné 
konfigurovat více způsoby. Popíši zde ty nejpoužívanější. 
Tento přístup ovšem nenahrazuje zálohování a stále existuje riziko ztráty dat. Je to dáno tím, 
že celé paměťové uložiště je obvykle na jednom místě a není tedy chráněno před krádeží, živelnou 
pohromou, přepětím v síti atd. [1] Podrobněji se této problematice věnuji v podkapitole 2.1.8. 
2.1.1 RAID 0 
Pomocí RAID 0 se nezvyšuje ochrana dat před ztrátou, naopak riziko ztráty roste, ale je třeba ho zde 
uvést, protože jeho principu využívají jiné způsoby zapojení. Správně by se ovšem ani RAID 
zapojením neměl nazývat. [1] 
Tento způsob zapojení vyžaduje 2 a více disků. Při zápisu jsou data rozdělena na malé části 
(například 64kB) a tyto části jsou paralelně zapisovány mezi disky (anglicky se tedy toto zapojení 
označuje pojmem stripping). Teoretická rychlost zápisu je tedy rovna součtu rychlostí jednotlivých 
disků. [1] 
Problém je, že toto zapojení zvyšuje riziko ztráty dat. Pokud se pokazí jakýkoliv z disků, tak 
nelze již získat data z ostatních disků. 
2.1.2 RAID 1 
Tento základní, nejjednodušší způsob zapojení disků se nazývá zrcadlení (anglicky mirroring). Je 
možné použít 2 a více disků. Data jsou na všech discích vždy stejná. Pokud tedy dojde k poruše 
jednoho disku, je možné pokračovat v práci za použití dalšího disku. 
Zapojení RAID 1 umožňuje jednoduše snížit riziko ztráty dat poruchou hardware, ovšem za 
cenu rapidního snížení kapacity (při použití 2 disků je výsledná kapacita rovna 50% z celkové 
kapacity těchto disků). 
                                                     
1
 RAID původně znamenal Redundant Arrays of Inexpensive Disks [1], později se začalo užívat Redundant 
Arrays of Independend Disks, protože cena disků šla níže a RAID zapojení začalo sloužit jiným účelům než 
bylo původně určeno [1]. 
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RAID 1částečně sníží rychlost zápisu, ale zvýší se rychlost čtení, protože data je možné číst 
paralelně ze všech disků [1]. Ovšem ne všechny řadiče toto podporují. 
2.1.3 RAID 4 
Pole RAID 4 může obsahovat 3 a více disků, ovšem vždy platí, že pokazí-li se zaráz více jak jeden 
disk, tak již není možné pole obnovit. 
Konfigurace pole je taková, že jeden disk se využívá pro uložení tzv. parity a zbytek disků je 
zapojeno v konfiguraci RAID 0 [1]. Pokud dojde k tomu, že se pokazí paritní disk, je možné pole 
disků dále používat a pouze je potřeba nahradit tento disk a vypočítat znovu paritu. Pokud by přestal 
fungovat jiný disk, tak je možné pomocí parity jeho obsah dopočítat, ovšem po dobu přepočítávání 
není možné pole disků používat. 
Nevýhodou tohoto řešení je, že paritní disk je z celého systému nejvíce vytížen a díky tomu je 
u něj vyšší pravděpodobnost poruchy díky vlivu vyššího opotřebení. 
Toto zapojení nejen zvyšuje bezpečnost dat, ale i zvyšuje rychlost zápisu a čtení dat. Kapacita 
výsledného řešení neklesá tak značně jako u RAID 1, ale ochrana před ztrátou dat je částečně nižší. 
(Při použití 3 disků je výsledná kapacita rovná kapacitě o jeden disk menší než je součet všech disků. 
Využije se tedy 66,67 % z celkové kapacity použitých disků.) 
2.1.4 RAID 5 
Zapojení RAID 5 je vylepšením zapojení RAID 4. Jedná se o stejný princip s jedním rozdílem, parita 
není již uložena na speciálním disku, ale je distribuována mezi všechny disky [1], čímž odstraňuje 
hlavní nevýhodu RAID 4 zapojení. K výpadku dojde vždy, pokud vypadne některý disk. 
Drobnou nevýhodou oproti RAID 4 je pomalejší přepočet pole, pokud do něj přidáme nový 
disk. RAID 4 totiž nemusí přepočítávat paritu, ovšem RAID 5 musí. [1] 
Využitá kapacita, rychlost a míra bezpečnosti odpovídá RAID 4. [1] 
2.1.5 RAID 6 
V základním principu se jedná o RAID 5, avšak neobsahuje pouze jeden paritní záznam, ale dva 
(každý vypočítaný jinou metodou) [2]. 
Pole je možné vytvořit se 4 a více disky. Rychlost čtení je srovnatelná s RAID 5 (pokud 
porovnáváme konfiguraci, kde RAID 6 pole má o jeden disk více než RAID 5 pole). Rychlost zápisu 
může být o něco nižší než u RAID 5 pole. Je totiž potřeba spočítat dvě parity namísto jedné. Nicméně 
toto silně závisí na použitém řadiči. 
Výhodou použití dvou různých parit je to, že pole snese poruchu dvou disků bez ztráty dat. Při 
použití 4 disků je použitelná kapacita rovna 50 % z celkové kapacity. Toto zapojení se příliš 
nepoužívá, protože výsledná procentuální kapacita je stejná jako v případě použití RAID 1 pole. 
 6 
2.1.6 Kombinace více druhů zapojení RAID 01, 10, 05, 50 
Disková pole je možné stavět z již existujících diskových polí. V takovém případě se používá 
označení vzniklé kombinací označení jednotlivých polí. Pořadí čísel ve výsledném názvu značí 
hierarchické uspořádání vzniknutého pole. 
Například tedy RAID 01 vznikne jako kombinace RAID 0 a RAID 1. V tomto případě tedy 
vezmeme dvě stejná RAID 0 pole a zapojíme je vůči sobě jako RAID 1 [1]. Obě RAID 0 pole tedy 
budou obsahovat stejná data. Pro tento způsob zapojení jsou třeba minimálně 4 disky. Při použití 
4 disků je pole schopné unést ztrátu až 2 disků zaráz, ovšem pokud se pokazí z každého RAID 0 
svazku jeden disk, tak již pole obnovit nelze. 
RAID 10 vznikne opět spojením RAID 0 a RAID 1 pole, ale v opačném pořadí. Z hlediska 
zápisu jsou tedy data prvně rozdělena na různé části, což odpovídá RAID 0, a poté až zapsána na 
pole, které na více disků zapíše ta samá data, což odpovídá RAID 1. 
Obdobným způsobem jde použít i ostatní druhy RAID polí. Tím pádem je možné například 
stavět RAID 50 nebo RAID 05 pole za pomoci zapojení RAID 0 a RAID 5 pole.  
2.1.7 Popis spolehlivosti jednotlivých řešení 
  Počet disků Výsledná kapacita Max. počet vadných disků 
Výsledná rychlost pole 
vůči 1 ks disku 
RAID 0 2ks 100,00 % 0,00 % 200 % 
RAID 1 2ks 50,00 % 50,00 % 100 % 
RAID 4 3ks 66,67 % 33,33 % 200 % 
RAID 5 3ks 66,67 % 33,33 % 200 % 
RAID 5 4ks 75,00 % 25,00 % 300 % 
RAID 6 4ks 50,00 % 50,00 % 200 % 
RAID 6 6ks 66,67 % 33,33 % 400 % 
RAID 10 4ks 50,00 % 25-50 % 200 % 
RAID 01 4ks 50,00 % 25-50 % 200 % 
RAID 50 6ks 66,67 % 25-50 % 400 % 
RAID 60 8ks 50,00 % 25-50 % 400 % 
RAID 100 8ks 50,00 % 12,5-50 % 400 % 
Tabulka 1: Spolehlivosti příkladových řešení 
Zdroj: [1], vlastní experimenty 
Z tabulky je možné vidět, že různá řešení nabízí zdánlivě stejný výsledek (RAID 5 složený ze 3 disků 
nabízí stejnou kapacitu a odolnost jako RAID 6 složený z 6 disků). Je vždy nutné zvážit, které řešení 
se hodí pro danou situaci. 
 Pokud vezmeme jako modelovou situaci RAID 5 vůči RAID 6 s dvojnásobným počtem 
disků, tak RAID 6 bude mít vyšší rychlost čtení a rychlost zápisu může být taktéž o něco vyšší (záleží 
na použitém řadiči). Menší množství disků v případě RAID 5 znamená, že spotřeba elektřiny, tedy 
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i vyzařované teplo, bude nižší. Menší množství disků nepotřebuje tak složitý řadič a tedy pořizovací 
cena řadiče je menší. U RAID 6 je naopak možné dosáhnout vyšší kapacity. 
 Z tabulky jde dále vyčíst, že použití kombinací RAID zapojení vede k tomu, že výsledná 
odolnost vůči poruše není jednoznačné číslo, ale je to interval. Je to z toho důvodu, že v takovém 
zapojení záleží na tom, které disky se pokazí. 
 Poslední sloupeček tabulky uvádí porovnání rychlosti jednoho disku vůči celému diskovému 
poli. Jedná se o teoretickou rychlost čtení. Přístupová doba bude vždy přinejlepším stejná jako 
u samotného disku. 
2.1.8 Proč RAID nenahradí pravidelné zálohy? 
Pravděpodobnost, že ztratíme data v RAID zapojení, se nedá přesně vyčíslit, protože existuje velké 
množství neznámých veličin. Pravděpodobnost, že se v jednu chvíli pokazí více, jak 1 kus se dá 
považovat za téměř nulovou, avšak je třeba myslet na to, že při poruše jednoho disku vzniká časové 
okno, během kterého se může pokazit jiný disk v zapojení. Jako příklad je možné vzít RAID 5 
zapojení ze 3 kusů disků. Předpokládejme situaci, kdy již odešel 1 kus. Nyní je třeba tento kus 
nahradit a zahájit přepočet dat. Tento přepočet může trvat klidně i několik desítek hodin, během 
kterých stačí, aby odešel další z disků, a výsledkem je ztráta vše dat bez možnosti obnovy. Navíc 
během přepočtu jsou zbylé disky zatěžovány na maximum, což pravděpodobnost další poruchy ještě 
zvyšuje. 
 Výpočet pravděpodobnosti poruchy RAID pole navíc znemožňuje fakt, že disky použité ke 
stavbě diskového pole pochází ze stejného časového období nebo dokonce ze stejné výrobní série. 




2.2 Softwarová řešení 
Pomocí těchto řešení jsme schopni zajistit téměř 100% ochranu dat. Jedná se o řešení, při kterých jsou 
data z jednoho místa kopírována na jiná místa, která mohou ležet klidně i v jiné části světa. 
2.2.1 Druhy záloh 
Plná – při tomto druhu zálohy je při každém spuštění zálohy zkopírován kompletní obsah 
zálohovaného umístění [3]. 
Přírůstková – při této záloze se první záloha provede plná a každá další záloha již obsahuje jen 
soubory změněné nebo přidané od poslední zálohy. Je tedy nutné uchovávat všechny zálohy kvůli 
případné obnově [3]. 
Rozdílová – první záloha se vytvoří plná, každá další záloha vždy obsahuje soubory změněné nebo 
přidané od této plné zálohy. Díky tomu je možné uchovávat pouze první plnou zálohu a poslední 
rozdílovou. Záloha tedy zabere ve výsledku méně místa, ale pokud bychom chtěli uchovávat více 
verzí jednoho souboru, tak záloha zbytečně naroste na velikosti. Navíc každé jednotlivé zálohování 
trvá delší dobu než u přírůstkové, protože opakovaně kopírujeme stejná data [3]. 
2.2.2 Možnosti synchronizace 
Jednosměrná – data v cílové složce přesně kopírují změny ve zdrojové složce. Pokud se něco změní 
v cílové složce, tak to zdrojovou složku neovlivní. 
Obousměrná – data na dvou místech jsou přesně identická. Změna může proběhnout na kterémkoliv 
místě a vždy se projeví na druhém místě. 
2.2.3 Vysvětlení vlastností a schopností zálohovacích 
programů 
Stínové kopie2 – pomocí systému stínových kopií je možné zálohovat soubory, které jsou v době 
zálohy používány. Díky této vlastnosti je možné zálohovat například celé běžící virtuální počítače.  
                                                     
2
 Více informací o stínových kopiích, anglicky shadow copies, je možné získat na této adrese 
http://technet.microsoft.com/en-us/library/cc757854(v=ws.10).aspx 
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3 Existující řešení 
V této kapitole popisuji některá existující řešení určená pro zálohu dat, zejména jednotlivé vlastnosti 
a jejich srovnání. Vybírám pouze volně dostupné programy a důraz kládu především na to, jak jsou 
data zálohována, jestli může nastat situace, kdy se záloha neprovede a jak se v takové situaci daný 
program zachová. Také se zaměřuji na možnosti obnovy dat, kde zkoumám především, zda je možné 
obnovit všechna data v případě ztráty zálohovaného uložiště a jak je taková obnova případně náročná. 
3.1 Cobian backup 
Cobian backup
3
 jsem testoval v aktuální verzi 11 s kódovým označením Gravity. 
3.1.1 Možnosti zálohování 
Program nabízí možnost zálohovat na lokální nebo síťová uložiště, případně na FTP server. Nabízí tři 
druhy záloh – plnou, přírůstkovou, rozdílovou [4]. Mezi hlavní vlastnosti patří podpora stínových 
kopií, plánování záloh, komprese zálohovaných dat, šifrování zálohovaných dat, podrobné nastavení 
zdroje zálohy, možnost spouštění událostí po a před (jakýkoliv program, příkaz operačního systému 
atd.) [4]. Sám program v sobě obsahuje další malé programy pro práci s daty, které ovšem nesouvisejí 
se zálohováním. 
3.1.2 Možnosti obnovy dat 
Pokud je potřeba data ze zálohy obnovit, musí tak uživatel učinit sám. Cobian backup žádný nástroj 
k obnově nenabízí, navíc k plné obnově několik informací chybí [4]. Pokud uživatel používá plné 
zálohy, je obnova jednoduchá, pouze se na původní místo překopíruje část nebo celá záloha. Pokud se 
ovšem používají přírůstkové nebo rozdílové zálohy, tak je již obnova dat komplikovanější. Program 
totiž neukládá informaci o tom, jak zálohované umístění vypadalo v době zálohy. 
Modelovým příkladem může být situace, kdy je používán systém přírůstkové zálohy, zálohuje 
se každý den a po 2 letech je potřeba udělat kompletní obnovu. V takovém případě uživatel v adresáři 
se zálohou objeví 730 složek. Data ze všech složek musí sloučit postupně do sebe, stejné soubory 
přepsat vždy těmi z novější složky. Výsledný adresář bude po sloučení obsahovat všechny soubory, 
nic se neztratilo, ale obsahuje i ty, které se během dvou let smazaly. Pokud během dvou let docházelo 
k přesunu souborů, tak nyní jsou ve svém původním umístění. Pokud se ovšem po přesunu ještě 
i upravily, tak jsou nyní duplikovány a nachází se starší verze v původním umístění a poslední verze 
v novém umístění. 
                                                     
3
 Cobian backup program je zálohovací program dostupný ke stažení na internetové adrese 
http://www.cobiansoft.com/ 
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Výše popsanému chování se dá částečně bránit. Cobian backup nabízí možnost vytvořit jednou 
za čas místo přírůstkové zálohy plnou a automaticky může starší zálohy smazat. Ovšem aby bylo 
možné bezpečně provést dvě plné zálohy a k tomu uchovat ještě několik přírůstkových, je potřeba 
zálohovací uložiště o kapacitě minimálně dvojnásobně velké vůči velikosti zálohovaných dat, což je 
finančně nevýhodné. 
3.1.3 Promazání nepotřebných částí záloh 
Staré zálohy je možné smazat ručně nebo podle předem daných pravidel. U záloh je možné nastavit, 
kolik záloh z historie se uchová [4]. Například při použití plných záloh je možné určit, kolik takových 
záloh se uchová celkem. U přírůstkových a rozdílových záloh jde toto nastavení také použít, potom se 
vytvoří plná záloha vždy po několika přírůstkových. 
Automatické mazání je ovšem v tomto programu rizikovou záležitostí. Zálohy se mažou bez 
ohledu na to, jestli se poslední záloha provedla úspěšně nebo ne. Pokud tedy dojde místo na 
zálohovacím uložišti, tak se může stát, že se postupně smažou všechny funkční zálohy a uživatel se 
o tom dozví až už je pozdě. 
3.1.4 Problémy a nevýhody programu 
Program vyžaduje pro svůj plný běh nainstalovaný .NET Framework verze 3.5. Pokud je 
nainstalována pouze novější verze, tak program bude fungovat, ale například stínové kopie fungovat 
nebudou. Je tedy nutné balíček těchto knihoven případně ručně doinstalovat. 
Další nevýhodou pro někoho mohou být jazykové lokalizace, které nejsou příliš dokonalé, 
a v českém jazyce občas nějaká část není přeložená a množství míst je přeloženo velice nepřesně. 




 je volně dostupný s možností rozšíření o placené cloudové uložiště. Zajímavým prvkem 
tohoto programu je například i to, že umožňuje zálohovat přes internet5, případně lokální síť na jiný 
počítač. Dva lidé se tak například můžou domluvit, že si budou data zálohovat vzájemně mezi sebou. 
Taková záloha má výhodu v tom, že data se můžou jednoduše dostat do jiné zeměpisné lokace 
a snižuje se tedy riziko poškození vlivem například živelné katastrofy [5]. 
 
                                                     
4
 CrashPlan je zálohovací program dostupný ke stažení z internetové adresy http://www.crashplan.com/ 
5
 Bližší informace ohledně zálohování přes internet lze nalézt na internetové adrese 
http://www.crashplan.com/consumer/crashplan.html 
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3.2.1 Možnosti zálohování 
Uživatel si vybere, která data chce zálohovat a poté si zvolí z různých destinací zálohy (Cloud6, jiná 
destinace ve stejném PC, jiný PC, záloha přes internet)7. Nastavení zálohy je velice intuitivní, ovšem 
bez možnosti pokročilých nastavení. Program využívá funkce stínových kopií [5]. 
Data se ukládají v zašifrovaném stavu, aby se předešlo možnosti jejich zneužití. Při změně 
souboru se provede záloha nové verze, ovšem stará verze zůstane také v záloze. 
3.2.2 Možnosti obnovy dat 
Program pro ukládání zálohy využívá vlastní systém uložení dat. Bez tohoto programu tak není 
možný přístup k datům v záloze. 
Obnova dat je možná jednoduše přímo pomocí grafického rozhraní tohoto programu. 
Je možné zvolit si verzi souboru a obnovit případně starší stav zálohovaného adresáře apod. 
3.2.3 Promazávání nepotřebných částí zálohy 
V cíli zálohy je udržováno několik verzí u každého souboru. Jejich počet je automaticky regulován 
dle předem nastavených pravidel, která specifikují, jak velký odstup od sebe mají verze mít 
v závislosti na čase. Problém tady vidím v až přílišném zjednodušení uživatelského prostředí, kdy 
není na první pohled jasné, jaký časový úsek se myslí pod kterým nastavením. 
3.2.4 Problémy a nevýhody programu 
Uživatelské rozhraní programu mi nepřijde příliš přívětivé a to zvláště proto, že odezvy jsou velmi 
pomalé. 
Zajímavostí u tohoto programu je výpočet velikosti souboru. Tady narážíme na problém, kdy 
operační systém Windows počítá s tím, že 1MB = 1024kB, ovšem CrashPlan všude uvádí jednotky 
vypočtené pomocí převodu, kdy 1MB = 1000kB. Toto uvádím jako problém z toho hlediska, že 
uživatel ví, kolik zabírá jeho složka ve Windows, ale CrashPlan u té samé složky uvádí vyšší 
kapacitu, což běžného uživatele může zmást. 
Částečným problémem může být i přílišná automatizace programu, kdy většina nastavení 
nejde ovlivnit (například to, kolik verzí souboru se bude uchovávat a po jak dlouhou dobu). 
                                                     
6
 Jedná se o zálohování na síť serverů přístupných přes internet. 
7
 Některé funkce tohoto programu jsou placené. Seznam toho, co je možné získat zdarma je dostupné na 





 nabízí 3 edice. Popisuji zde tu, která je zdarma, ovšem díky tomu jí chybí některé funkce. 
Například neumí používat SSL9 k zálohování na FTP10 server, neumí odesílat e-maily pomocí SSL 
apod. Není zde možnost spouštění činností na základě akcí jako je např. zapnutí nebo vypnutí 
operačního systému, připojení flash disku. 
3.3.1 Možnosti zálohování 
Program podporuje nejen zálohy, ale i synchronizaci a to jak jedním směrem, tak obousměrnou. 
Tento program i v nejnižší edici je velice pokročilý11. Při tvorbě zálohy umožňuje nastavit různé 
aspekty – zvolit podsložky, které budou ze zálohy vynechány, vytvořit filtr souborů, které nebudou do 
zálohy zahrnuty, kompresy zálohy a mnoho dalších. 
Před samotnou zálohou je možné spustit simulaci této zálohy. Je tak možné zjistit, jak bude 
záloha vypadat po spuštění. 
Nejnižší edice neobsahuje funkcionalitu nazvanou Fast Backups. Díky tomu není schopná 
provádět přírůstkové ani rozdílové zálohy [6]. Způsob, jakým je provedena záloha, je spíše podobný 
synchronizaci. Ve výchozím nastavení tedy novější verze souboru ve zdroji přepíše tento soubor 
v cíli. A pokud smažeme soubor ve zdroji, tak v cíli zůstane. Nevýhodou tohoto přístupu je, že po 
provedení zálohy se není možné vrátit ke starší verzi souboru. Program sice obsahuje podporu pro 
verzování souborů, ale pouze v placených edicích. 
3.3.2 Možnosti obnovy dat 
Program obsahuje možnost pro obnovu dat. V tomto režimu zkopíruje obsah cílového adresáře do 
zdrojového adresáře. Soubory budou tedy obnoveny, ale i včetně těch, které uživatel v historii 
úmyslně smazal. 
3.3.3 Promazávání nepotřebných částí zálohy 
Není potřeba promazávat starší verze souborů ze zálohy, protože program tyto verze neuchovává. 
Uchovává ovšem soubory, které již ve zdroji nejsou. Tyto je možné smazat například tak, že uživatel 
dočasně změní popis chování profilu zálohy a nastaví tady, že se tyto soubory nemají uchovávat. 
Program si ale neuchovává informace o tom, kdy se který soubor odstranil, takže pokročilejší chování 
při promazávání zálohy nelze očekávat.  
                                                     
8
 SyncBack je zálohovací program dostupný na internetové adrese http://www.2brightsparks.com/syncback/ 
9
 Secure Sockets Layer, jedná se o komunikační vrstvu, která zajišťuje zabezpečení komunikace. 
10
 File Transfer Protocol, jedná se o komunikační protokol pro přenos souborů. Jako FTP server se označují 
servery, které jsou schopné přijímat data pomocí tohoto komunikačního protokolu. 
11
 Podrobný výpis vlastností bezplatné verze je dostupný na internetové adrese 
http://www.2brightsparks.com/syncback/compare.html 
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3.3.4 Problémy a nevýhody programu 
Během instalace jsem pozoroval určité problémy se zobrazením diakritiky. Samotný program ale již 
funguje plně v českém jazyce. 
V základní bezplatné verzi program obsahuje pouze omezenou funkcionalitu. V porovnání 
například s Cobian backup se tedy nejedná o příliš dobrou volbu. 
3.4 Comodo Backup 
Comodo Backup
12
 program stejně jako Crash plan nabízí placenou podporu zálohy do Cloudu. 
Podporuje různé režimy – nejen klasické zálohování, ale i synchronizace a zálohování celých 
jednotek [7]. 
3.4.1 Možnosti zálohování 
Je možné zálohovat na lokální PC, do Cloudu, přes síť nebo na FTP. Program podporuje všechny tři 
standardní režimy zálohy (inkrementální, přírůstková a plná). Je možné vytvořit několik profilů záloh 
a každý profil znamená jeden soubor na disku, do kterého jsou ukládány všechny soubory a jejich 
změny ze zálohy (tento soubor může být rozdělen na několik menších bloků, záleží na přesném 
nastavení aplikace). 
Pro každý profil zálohy je možné vytvořit plán a spouštět tedy zálohování automaticky. Každý 
profil může mít individuální nastavení komprese, šifrování, omezení používání zdrojů systému, 
povolení stínové kopie apod. 
Při plné záloze se stará záloha přepisuje. Program zde není příliš inteligentní a i nezměněné 
soubory prvně smaže a poté je znovu kopíruje. 
3.4.2 Možnosti obnovy dat 
Program si ukládá všechny potřebné informace k zálohám, je tedy možné obnovit stav zálohovaného 
umístění přímo pomocí tohoto programu.  
Jednotlivé soubory je možné si před obnovou otevřít. Program je v takovém případě vytáhne 
z hlavního uložiště a otevře. Tato operace ovšem i pro malé soubory trvá poměrně dlouho. 
3.4.3 Promazávání nepotřebných částí zálohy 
Program promazávání záloh nepodporuje. V případě inkrementální zálohy jsou všechny jednotlivé 
změny zachovány. U plné zálohy zase naopak minulá plná záloha je vždy přepsána. 
                                                     
12
 Comodo Backup je zálohovací program dostupný ke stažení na internetové adrese 
http://backup.comodo.com/download-buy.php 
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3.4.4 Problémy a nevýhody programu 
V režimu plné zálohy se při opakovaném spuštění stará záloha smaže a až poté začne nová záloha. 
Toto představuje zásadní problém v bezpečnosti dat, na který není uživatel nikde upozorněn. Navíc 
v programu nelze nastavit, kolik plných záloh udržovat. Udržuje se tedy pouze jediná. 
Program obsahuje českou lokalizaci, která ovšem obsahuje zásadní chyby (například anglické 
slovíčko Apply je přeloženo jako Platit). 
Na určité operace program potřebuje administrátorská práva, avšak ne vždy během testu si o ně 
řekl a některé činnosti tak nefungovaly bez zjevné příčiny. 
Program obsahuje určité závažné chyby, například pokud jsem v pokročilém režimu zálohy 
zvolil cestu, tak mi program pouze vypsal chybu „Invalid path.“. Po přepnutí do základního režimu 
a zvolení té samé cesty již program fungoval v pořádku.  
Místy je program méně logický a je potřeba si prvně na jeho chování zvyknout. Například pod 
záložkou Backup se nachází tvorba nových plánů a nikoliv jejich spouštění, které je možné najít pod 
záložkou Shortcuts. Na konci vytvoření nového plánu je navíc třeba kliknout na méně výrazné 
tlačítko, které tento plán uloží, místo na více výrazné tlačítko Finish, kdy dojde pouze k záloze dat, 
ale plán se neuloží. 
Výpisy informací v tomto programu občas mohou obsahovat zastaralé informace, je tedy třeba 
přepnout se na jiný panel a zpět, aby uživatel viděl aktuální správné informace. 
3.5 Závěrečné zhodnocení 
Prozkoumal jsem několik existujících řešení. Žádné z nich se nedá označit jako stoprocentně kvalitní 
a spolehlivé. Cobian backup je poměrně dost rozšířený, ovšem je mírně náročnější na ovládání 
a obsahuje chyby, díky kterým občas některá jeho část nefunguje (například při jednom z testů mi 
nešlo zálohovat přes síť a příčina se mi nepodařila odhalit). CrashPlan patří do kategorie produktů, 
které jsou velice lehké na nastavení a používání, není tedy třeba hlubší znalosti problematiky 
zálohování. Ovšem díky tomu nelze příliš ovlivnit jeho chování. SyncBack býval dříve kvalitní 
produkt. V dnešní době dochází čím dál více k omezení funkcionality free verze a tudíž neposkytuje 
ani základní funkce jako jsou rozdílová a přírůstková záloha. Comodo Backup na první pohled 
zaujme svým uživatelským prostředím, ovšem nedá se na něj spolehnout jako na stoprocentně 
spolehlivé řešení, už jen kvůli tomu, že při opětovné plné záloze smaže prvně starou a poté až začne 
s novou zálohou. A toto se děje bez upozornění uživatele. 
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4 Specifikace požadavků 
V této části práce je třeba co nejlépe stanovit součásti výsledného programu. Je vhodné být při této 
specifikaci pokud možno co nejdůslednější, protože úpravy v pozdější fázi stojí několikanásobně více 
času a struktura programu poté může být méně optimální. 
Program pro zálohování, který vznikne jako výsledek této práce, by měl být v hlavních 
ohledech srovnatelný nebo lepší než programy popisované ve třetí kapitole.  
4.1 Popis jednotlivých částí programu 
Jedná se o neformální popis jednotlivých částí a principu navrhovaného programu. Bližší 
technologické detaily budou popisovány v následující kapitole. 
4.1.1 Uložiště 
Programy zkoumané v předchozí kapitole zálohují vždy jednotlivé zálohovací plány do oddělených 
míst a chovají se tedy k těmto plánům zcela separátně. Příkladem může být situace, kdy uživatel má 
v počítači dvě složky dokumentů. Jedna je uložena v cestě C:\Dokumenty a druhá v cestě 
D:\Dokumenty. Ačkoliv se jedná o dvě rozdílné složky, tak některá data v nich se opakují. 
Uživatel si nyní nastaví, že první dokumenty se zálohují do Z:\DokumentyBackup a druhé do 
Z:\DokumentyBackup2. Výsledkem je, že program nerozpozná tato duplikovaná data a ta jsou 
teda zálohována zbytečně dvakrát do stejného umístění, což zvyšuje požadavky na místo na tomto 
disku a také prodlužuje dobu provádění zálohy. 
Navrhovaný program bude využívat odlišný přístup k datům. Uživatel si nadefinuje jednotlivá 
uložiště a do těchto uložišť budou ukládána uživatelova data. Pro předchozí příklad by si tedy 
uživatel vytvořil pouze jednu zálohovací složku, například Z:\Dokumenty a do této složky by se 
mu zálohovala všechna data. Díky tomuto systému je možné duplikovaná data zálohovat pouze 
jednou. Ovšem program musí zajistit, že vždy budou soubory správně přístupné. Pokud se uživatel 
rozhodne, že nechce již zálohovat první cestu, tak při promazání zálohy se nesmí smazat soubory, 
které jsou společné pro více umístění. To samé platí při aktualizaci dat. 
Další výhoda tohoto přístupu k datům je ta, že zkoumané programy si neuměly poradit se 
situací, kdy první verze souboru byla přepsána novou verzí a následně vrácena do původní verze. Při 
záloze tohoto umístění by zkoumané programy nepoznaly, že se soubor vrátil do původní podoby 
a vytvořily by tak tedy 3 soubory. Navrhovaný program bude schopný toto odhalit a správně tedy 
v záloze budou pouze 2 soubory. Opět je samozřejmě třeba dát pozor na to, aby při případném 
pročištění zálohy zůstaly v systému všechny soubory, které jsou třeba. 
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Soubory nebudou do uložiště ukládány pod svým originálním jménem, protože by docházelo 
ke kolizím, ale při záloze jim bude vygenerován unikátní název a budou uloženy pod tímto názvem. 
4.1.2 Zálohovací plány 
Pro specifikaci toho, co se má v uživatelově systému zálohovat se budou využívat zálohovací plány. 
Tento plán obsahuje všechny podstatné informace a to tedy zdrojovou cestu, cílové uložiště pro 
uložení dat a délku historie (nemusí být nastavena). Délku historie bude možno nastavit dvěma 
způsoby. Zaprvé dle délky historie u jednotlivého souboru a zadruhé dle stáří jednotlivých verzí, kdy 
platí, že pokud je nastaveno stáří maximálně například 30 dní a existují pouze verze souboru starší 
než tento interval, tak vždy musí zůstat nejnovější z těchto souborů v záloze. 
Pročištění zálohy se spustí vždy po provedení zálohy. Přístup tohoto programu bude opačný 
než například u programu Cobian backup. Ten totiž prvně smaže starou zálohu a až poté vytváří 
novou, což není bezpečné, protože se nová záloha nemusí provést. Navrhovaný program tedy smaže 
starou zálohu až ve chvíli, kdy je nová úspěšně vytvořena. 
4.1.3 Naplánované úlohy 
Uživatel si může nastavit, kdy se budou automaticky spouštět zálohovací plány. Má k tomu dvě cesty. 
Buď se budou plány spouštět periodicky po zadané době (například 2 hodiny) nebo se spustí vždy 
v přesně daný čas s periodou danou ve dnech (tedy například 7 dní). 
Naplánované úlohy si bude řešit přímo sám program interně, nebude k tomu využívat systém 
naplánovaných úloh v operačním systému. Tento přístup má výhodu v tom, že při reinstalaci 
operačního systému zůstanou všechny informace uloženy v tomto programu a není tak třeba nic 
vytvářet znovu, jako je tomu například u programu SyncBack. 
4.1.4 Zálohování 
Většina zálohovacích programů nabízí tři typy zálohy – úplnou, rozdílovou, přírůstkovou. Každý 
tento přístup sebou nese určité nevýhody a jedná se vždy o kompromis. Navržený program nabídne 
pouze jeden typ zálohy, který ovšem bude kombinovat výhody všech. Bude úsporný z hlediska místa, 
což je výhoda přírůstkového typu zálohy a bude schopný obnovit přesný stav zálohovaného adresáře 
v jakékoliv době, což je výhoda úplné zálohy. 
Postup zálohy bude takový, aby se uložily nejen soubory, jak to dělají již existující programy, 
ale program si uloží i informace o stavu adresáře v daném čase, jak to dělá například Comodo backup. 
Díky těmto uloženým datům je možné rekonstruovat stav adresáře v libovolné době s přesností 
ovlivněnou pouze tím, jak často uživatel zálohu provádí. 
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Při zálohování musí být program schopný zálohovat i soubory, které jsou v danou chvíli 
uzamčené pro čtení, příkladem takových souborů může být soubor s uloženým virtuálním operačním 
systémem nebo soubory programu Microsoft Outlook13. 
Pokud by během probíhající zálohy došlo k pádu operačního systému nebo samotného 
programu, tak nesmí dojít k poškození zálohy. Nesmí se stát, že bude existovat informace o souboru 
v databázi, ale tento soubor nebude existovat na disku a opačně. 
4.1.5 Synchronizace 
Program nabídne něco jako režim synchronizace. Ve skutečnosti se bude jednat o sledování složky 
a zálohování souborů, které se zde změnily. Nejedná se tedy o synchronizaci v pravém slova smyslu, 
protože nebude existovat adresář s přesně stejným obsahem. Ovšem bude možné tento adresář 
vytvořit pro libovolný čas. Je zde třeba myslet na to, že pokud byl program po určitou dobu vypnutý, 
tak je prvně nutné provést normální zálohu a až poté začít sledovat změny v tomto adresáři. Takto se 
zajistí, že opravdu budeme znát obsah adresáře pro všechny časové úseky. 
4.1.6 Obnova dat 
Program bude umět obnovit data. Tato funkcionalita v programech jako Cobian backup nebo 
SyncBack chybí a díky tomu uživatel nikdy nezíská přesný stav zálohy. Navrhovaný program si 
během zálohování ukládá do databáze všechny informace o souborech a adresářích, takže je schopný 
je obnovit. 
Uživatel si bude moci vybrat, zda chce obnovit jednotlivou složku v daném čase, či zda chce 
vyhledat konkrétní soubor a vidět jeho jednotlivé verze a z nich si vybrat verzi k obnově. 
4.1.7 Drobná funkcionalita 
Program bude obsahovat sledování jednotlivých událostí. Informace o nich si uloží a uživatel si je 
může kdykoliv prohlédnout, aby zjistil, zda nedošlo k nějaké chybě v programu. Program zde bude 
ukládat i informace o tom, že došlo místo na zálohovacím disku apod. Aby uživatel nemusel 
pravidelně otevírat program a mohl se o problému dozvědět ihned, jak nastane, tak bude mít možnost 
nastavit si, aby mu byla doručena e-mailová zpráva ve chvíli, kdy se do databáze uloží kritická 
informace. 
  
                                                     
13
 Jedná se o program pro práci s kontakty, kalendářem a elektronickou poštou. Více informací je možné získat 
na internetové adrese http://office.microsoft.com/cs-cz/outlook/ 
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5 Návrh programu 
5.1 Diagram případů užití 
Tento diagram, vytvořený za pomoci jazyka UML14, specifikuje, co se od systému očekává, že bude 
dělat, tedy například požadavky na funkcionalitu. Nespecifikuje ale, co by systém neměl dělat, jako 
například nefunkcionální požadavky, které často zahrnují výkonnostní cíle, programovací jazyk, atd. 
[8] 
Pomocí diagramu užití se často ukáže, jestli má systém speciální požadavky a vyplynou mezery 
v předchozích uživatelských neformálních specifikacích. Navíc až už je diagram případů užití hotový, 
tak se pomocí něj dá práce rozdělit na jednotlivé části a pomáhá tyto části spravovat a přiřazovat na 
jednotlivé týmy nebo jednotlivce. [8] 
Neformální specifikace požadavků je již hotová, lze tedy přejít k vytvoření diagramu případů 
užití. Při zpracování neformální specifikace jsem identifikoval dva účastníky systému. Jsou jimi 
uživatel programu a také program samotný. 
Tento diagram nijak nerozlišuje velikosti jednotlivých celků, ani neřeší implementační detaily 
a pořadí implementace, na které je v této fází návrhu ještě brzo. Je z něj ovšem na první pohled jasné, 
které části systému bude třeba implementovat. Diagram je dostatečně jednoduchý, aby jej mohl 
pochopit i tvůrce neformálního zadání, bez nutnosti technické znalosti. 
 
                                                     
14
 Unified Modeling Language 
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Obr. 1: Diagram případů užití systému 
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5.2 Detaily případů užití 
Popis jednotlivých činností programu z hlediska uživatele popíši pomocí posloupnosti událostí. Tato 
posloupnost specifikuje jednotlivé kroky, které je třeba splnit, aby uživatel úspěšně splnil určitý úkol 
ve vyvíjeném systému. Specifikuje též všechny vstupní požadavky. Při této specifikaci se často zjistí, 
že uživatel z nějakého důvodu nebude schopný daný úkol vykonat (může mít například v systému 
nedostatečné oprávnění k určitým úkolům). 
 Pro tento program by se dalo vymyslet velké množství případů použití. Zde uvádím 
nejdůležitější tři, které by měly objasnit hlavní princip fungování programu. 
 
Identifikátor UC01 
Název Vytvoření zálohovacího plánu 
Popis 
Uživatel U chce vytvořit plán zálohování systémové cesty C:\Dokumenty do 
síťového uložiště \\server\zálohy\Dokumenty 
Priorita 2 Frekvence Nízká 
Vstupní  
podmínky 
U má spuštěný program 
Výstupní 
podmínky 
U úspěšně vytvořil plán záloh 




1 U si zobrazí správu uložišť výběrem záložky „Storages“. 
2 Zde vytvoří nové uložiště s umístěním \\server\zálohy\Dokumenty. 
3 
U si vytvoří nový plán zálohy. Toto provede na záložce „Backup Plans“. 
Zde vyplní formulář a potvrdí jej.  




1 až 4 U může kdykoliv přerušit svou práci a vrátit se k ní později. 
4 
Pokud se během úvodní zálohy objeví chyba, uživatel je o tomto 
informován pomocí e-mailové zprávy a následně tento krok může 
kdykoliv zopakovat. 
Poznámky 
V případě jakékoliv chyby musí být program schopný zobrazit odpovídající 
chybovou hlášku, ze které musí být uživateli jasno, jak tuto chybu napravit. 
Tabulka 2: Detail případu užití - Vytvoření zálohovacího plánu 
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Každý případ užití specifikuje frekvenci, jakou bude uživatel danou činnost provádět a dále 
specifikuje prioritu tohoto procesu (platí, že čím nižší číslo, tím vyšší priorita). Jak lze vidět 
z následujících diagramů, tak obnova dat má nejvyšší prioritu. Tento proces totiž musí být 
jednoduchý a stoprocentně spolehlivý. Ostatní činnosti se systémem nejsou tak prioritní, protože je 
uživatel provádí méně často (například nastavení nového zálohovacího plánu) a tedy nevadí, pokud je 
tento postup pro uživatele hůře zvládnutelný, protože ve výsledku nedochází k ohrožení jeho dat. 
 
Identifikátor UC02 
Název Naplánování automatického spouštění zálohovacího plánu 
Popis Uživatel U chce naplánovat automatické spuštění zálohy vždy na půlnoc. 
Priorita 2 Frekvence Nízká  
Vstupní  
podmínky 
U má spuštěný program a vytvořil zálohovací plán pomocí případu užití 
s identifikátorem UC01 
Výstupní 
podmínky 
U úspěšně vytvořil plán automatického spouštění záloh 





U si zobrazí správu naplánovaných úloh pomocí záložky „Scheduled 
Tasks“. 
2 
Zde vytvoří novou naplánovanou úlohu pro již vytvořený zálohovací 
plán. 
Poznámky 
Program musí být schopný automaticky tuto naplánovanou úlohu spustit, ovšem 
pokud by již v této době probíhala záloha tohoto plánu, tak program zálohu pro 
tento den přeskočí. 














Název Obnova dat ze zálohy 
Popis Uživatel U potřebuje obnovit určitý soubor ze zálohy. 
Priorita 1 Frekvence Dle potřeby  
Vstupní  
podmínky 
U má vytvořený zálohovací plán, který již někdy v minulosti provedl zálohu dat. 
Výstupní 
podmínky 
U úspěšně obnovil potřebná data. 





U se přepne na záložku „Recover by file name“ a vyplní zde název 
hledaného souboru. 
2 
Uživateli jsou zobrazovány soubory, které odpovídají názvem jeho 
popisu. Uživatel si z těchto souborů vybere požadovanou verzi, zadá 
cílový adresář a klikne na tlačítko „Recover“, čímž volbu potvrdí. 
Poznámky 
Program obnoví data přesně ve formátu, v jakém byly v době zálohy včetně 
správného zařazení souborů do příslušných adresářů. 
Tabulka 4: Detail případu užití - Obnova dat ze zálohy 
5.3 Uložení dat 
Program musí nést velké množství dat, jsou to data jako například informace o jednotlivých 
souborech v záloze, informace o vytvořených plánech, naplánovaných úlohách a konfigurační 
informace. Těchto informací budou v systému řádově desetitisíce. Pokud by se jednalo pouze 
o desítky záznamů, dalo by se uvažovat nad ukládáním do XML formátu. Vzhledem k velkému 
množství záznamů bude vhodnější využití relační databáze. 
5.4 Návrh databáze 
Základním prvkem databáze je tabulka Storage, do které se ukládají informace o jednotlivých 
uložištích. Každé uložiště je specifikováno pomocí své vlastní cesty, která se uloží do sloupečku 
Path. Tato informace musí být v separátní tabulce, protože do jednoho uložiště může směřovat více 
zálohovacích plánů. Důvody k tomuto řešení jsou popsány v kapitole 4. 
Další důležitá tabulka je tabulka Plan. V této tabulce jsou uloženy všechny informace 
o zálohovacím plánu a to délka historie podle počtu verzí souboru ve sloupci HistoryLenght, 
historie podle stáří verze ve sloupci HistoryLenghtByDays. Sloupce LastRun a Running 
značí, kdy byl zálohovací plán naposledy spuštěn, respektive jestli právě teď běží nebo ne. Plán je 
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v systému identifikován podle svého názvu, který je uložený ve sloupci Name. Tato tabulka obsahuje 
jeden cizí klíč StorageID, který tuto tabulku propojuje s tabulkou Storage. 
Tabulka ScheduledTask slouží k uložení informací o naplánovaných úlohách. Obsahuje cizí 
klíč PlanID na propojení s tabulkou Plan. Tato tabulka obsahuje informace o tom, kdy proběhla 
poslední záloha podle této naplánované úlohy (sloupec LastRunTime), kdy proběhne příští záloha 
(sloupec ScheduledTime), status minulé zálohy (sloupec LastStatus). Sloupec 
TimingInHours značí periodu spouštění naplánované úlohy. 
Další dvě tabulky mají stejný význam, jedná se o FilesInBackup a DirsInBackup. Jediný 
rozdíl mezi nimi je, že první jmenovaná se stará o uložení informací o zálohovaných souborech, 
kdežto druhá má na starost ukládání informací u adresářů. Obě tyto tabulky mají v sobě cizí klíč 
planID, který je spojuje s tabulkou Plan. Toto spojení určuje, který soubor, respektive adresář, patří 
ke kterému zálohovacímu plánu. Informace uložené v těchto tabulkách musí přesně specifikovat daný 
soubor, respektive adresář. Proto tabulka FilesInBackup obsahuje informace jako je originální název 
souboru ve sloupci fileOriginalName, jeho velikost ve sloupci fileSize, cesta k souboru 
(relativní vůči hlavnímu adresáři) ve sloupci filePath. Protože je soubor při uložení do uložiště 
přejmenován, je třeba uložit jeho nové jméno do sloupce fileBackupName. Aby program poznal, 
kdy byl který soubor, respektive adresář, do zálohy přidán, smazán, případně kdy naposledy byl při 
záloze viděn, obsahuje tabulka ještě 3 sloupce a to dateCreated, dateDeleted 
a dateUpdated. 
Poslední dvě tabulky nemají cizí klíče. Jedná se o tabulku Config, která v sobě nese 
informace o jednotlivých položkách nastavení systému, tedy sloupce SettingName pro uložení 
názvu daného nastavení a SettingValue pro uložení hodnoty daného nastavení. Dále se jedná 
o tabulku EventLog, do které se ukládají jednotlivé události, které se v programu vyskytly. Tyto 
události u sebe nesou informaci o jejich důležitosti, uloženou ve sloupečku Type, čas jejich výskytu 








5.4.1 ER diagram databáze 
ER diagram
15
 názorně ukazuje jednotlivé tabulky, jejich sloupečky a vztahy mezi nimi, včetně 
specifikace cizích klíčů. 
 
Obr. 2: ER diagram použité databáze 
  
                                                     
15
 Entity-relationship diagram 
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6 Implementace 
Pro implementaci navrženého programu jsem se rozhodl využít Microsoft .NET Framework16. Tento 
framework
17
 umožňuje velmi rychlý vývoj aplikace. Pro popis logiky programu jsem využil 
programovacího jazyka C# a pro specifikaci vzhledu podmnožinu .NET Frameworku zvanou WPF18, 
kde je vzhled popisován pomocí značkovacího jazyka XAML19, což umožní jednoduše oddělit 
definici vzhledu od samotné implementace. 
Pro uložení dat jsem použil Microsoft SQL Server Compact Edition20, což je minimalistická 
relační databáze uložená v souboru, který jde distribuovat společně s aplikací. Díky tomu není třeba 
na uživatelův počítač instalovat celý databázový server. Pro zjednodušení práce s touto databází jsem 
se rozhodl využít Entity Framework21, který umožňuje velmi jednoduchý přístup k této databázi na 
úrovni objektů. Díky tomu není třeba psát složité SQL dotazy. 
Program byl vyvíjen v programu Microsoft Visual Studio 2012 Ultimate22 s použitím nástroje 
ReSharper
23, který vylepšuje možnosti a schopnosti Visual Studia, přidává rozšířené možnosti pro 
refaktoring
24
 kódu, umožňuje lépe automaticky formátovat kód, upozorní na většinu chyb dříve, než 
dojde ke kompilaci kódu apod. 
6.1 Třídy pro práci s informacemi uloženými 
v databázi 
Jak jsem již zmínil v předchozím odstavci, tak v programu je využit pro přístup k databázi Entity 
Framework. Třídy pro práci s databází tak mají pouze 3 úkoly. Požaduje se po nich buď upravit data 
a následně pomocí Entity Frameworku uložit do databáze, nebo tyto data získat z databáze, případně 
data v databázi upravit nebo smazat. 
Pro každou databázovou tabulku jsem vytvořil z důvodu přehlednosti jednu statickou třídu. 
Statickou třídu jsem zvolil z důvodu jednodušší práce v hlavním kódu. Je tak možné pouze volat 
jednotlivé metody bez nutnosti vytváření instancí těchto pomocných tříd. 
                                                     
16
 Je to standardní součást Microsoft Windows. Nejnovější verze se dá stáhnout pomocí Windows Update nebo 
na internetové adrese http://www.microsoft.com/cs-cz/download/details.aspx?id=30653  
17
 Framework je soubor knihoven daného programovacího jazyka. 
18
 Windows Presentation Foundation [10] 
19
 Extensible Application Markup Language [10] 
20
 Více informací o tomto databázovém serveru je možné získat na internetové adrese - 
http://www.microsoft.com/en-us/sqlserver/editions/2012-editions/compact.aspx  
21






 Refaktoring je postup, jehož cílem je změnit kód tak, aby jeho význam zůstal zachován, ale byl přehlednější, 
optimálnější apod. Za refaktoring jde brát i pouhé přejmenování názvu třídy. [12] 
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Obr. 3: Diagram tříd pro práci s informacemi v databázi 
 Do tohoto diagramu jsem zařadil i dvě třídy, které nepracují přímo s databází, ale slouží 
k uložení výsledku složitějších dotazů nad databází. Jedná se o třídu PlanWithStoragePath, která 
uchovává výsledek spojení tabulky Plan s tabukou Storage. Druhou je ScheduledTaskToListView, 
která slouží k uložení modifikovaných dat získaných z tabulky ScheduledTask. 
Rozepisovat význam jednotlivých metod těchto tříd zde nemá smysl, většinou je význam 
pochopitelný přímo z názvu, případně je možné se podívat do zdrojových kódů, kde všechny tyto 
metody mají uvedený komentář ve standardizovaném XML25 formátu. 
                                                     
25
 Extensible Markup Language – jedná se o značkovací jazyk, který slouží ke strukturalizovanému uložení 
různých textových informací 
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6.2 Třídy pro obsluhu uživatelského rozhraní 
Uživatelské rozhraní programu bylo původně vyvíjeno jako několik jednotlivých oken, které se 
uživateli otevíraly podle činností, které chtěl vykonávat. S přibývající funkcionalitou ovšem toto 
řešení přestalo být přehledné. 
 Jako nejlepší řešení se ukázalo použít pouze jedno hlavní okno a rozdělit jej do několika částí 
pomocí záložek. Každá záložka se tak věnuje své specifické činnosti. 
 
Obr. 4: Ukázka uživatelského rozhraní vyvíjeného programu v operačním systému Microsoft Windows 8 Pro 
Jedinou nevýhodou tohoto řešení je, že celá hlavní obsluha UI26 se tak skryje do jedné třídy, 
která tak obsahuje celkem velké množství metod, jak je vidět na následujícím diagramu tříd. Pro 
zvýšení přehlednosti jsem zdrojový kód rozdělil do jednotlivých regionů. Vždy jeden region pro 
jednu záložku. 
Celkově je starost o UI rozdělená do 3 tříd. První z nich, App, slouží pouze k inicializaci 
a spuštění hlavního okna. MainWindow je již zmíněná třída, která má na starost vykreslení celého UI, 
aktualizaci údajů v něm a obsluhu událostí, které toto UI vyvolává, například tedy uložení nového 
záznamu do databáze, spuštění zálohy apod. Poslední třídou je EditPlan, která obsahuje specifikaci 
pro samostatné okno, které se spustí při kliknutí na některý ze zálohovacích plánů. Má na starosti 
úpravu údajů vybraného zálohovacího plánu. 
                                                     
26
 User interface neboli uživatelské prostředí. 
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Obr. 5: Diagramy tříd starajících se o uživatelské rozhraní 
Tyto třídy úzce spolupracují s třídami, které popisuji v předchozí kapitole. Příkladem může 
být, pokud chceme obnovit soubor podle jeho jména. Zde třída MainWindow zajišťuje získání jména 
souboru z uživatelského rozhraní. S tímto jménem zavolá metodu GetFilesByName ze třídy 
FilesInBackupProvider. Díky tomu získá seznam souborů, který může nabídnout uživateli. Pokud si 
uživatel vybere a chce některý z nabídnutých souborů obnovit, tak pouze zadá cestu a volbu potvrdí. 
Třída MainWindow se opět postará o získání patřičných údajů z UI, tyto údaje zvaliduje (například 
zda cesta pro uložení souboru je ve správném tvaru) a zajistí obnovu souboru. 
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6.3 Třídy pro zálohu a obnovu dat 
Ze specifikace požadavků vyplývá, že program musí být schopný zálohovat i soubory, které jsou 
používány. Tohoto lze dosáhnout pomocí stínových kopií. Operační systém Microsoft Windows 
v sobě obsahuje integrovanou službu VSS27, která se stará o práci se stínovými kopiemi. Ne vždy je 
ovšem použití této služby výhodné, z toho důvodu program nabízí možnost vypnout použití této 
služby a kopírovat soubory obyčejnou cestou. 
Microsoft do .NET Frameworku nepřidal podporu pro stínové kopie. Z tohoto důvodu jsem se 
rozhodl použít knihovnu nazvanou AlphaVSS28. Tato knihovna rozšiřuje .NET Framework 
o potřebné funkce. Je dostupná pod licencí MIT. 
Implementace stínových kopií do programu sebou přináší 2 omezení. Aby šlo tuto službu 
použít, tak program musí běžet s administrátorskými právy. Navíc tato služba obsahuje rozdílné 
služby pro 32bitové operační systémy a pro 64bitové systémy. Je tak třeba výsledný program vytvořit 
v obou verzích. Pokud by se program vytvořil jako 32bitový, tak po spuštění na 64bitovém operačním 
systému služba stínových kopií nepojede. 
Dalším částečným omezením použití stínových kopií je to, že nelze použít standardní metodu 
Copy ve třídě System.IO.File. Tato metoda by skončila s chybou, protože stínové kopie pracují 
s rozšířenými cestami a ty tato metoda nepodporuje. Musíme tedy použít framework AlphaFS29, 
vydaný pod licencí MIT, který přidává podporu rozšířených cest do .NET Frameworku. 
V programu jsem vytvořil abstraktní třídu BackupEngineAbstract. Tato třída specifikuje 
metody, které jsou třeba pro zálohování. Program obsahuje dvě třídy, které dědí z této abstraktní třídy 
a to BackupEngineVSS a BackupEngineNormalCopy. Hlavní třída, která zastřešuje celý proces zálohy 
je nazvaná BackupLauncher. Uživatel si v nastavení programu nastaví, zda chce nebo nechce 
používat službu stínových kopií. Na základě toho potom třída BackupLauncher vytvoří instanci 
příslušné třídy a tato třída se již postará o zálohu dat. 
Statická třída BakupEngineHelper obsahuje pomocné metody, které jsou společné pro obě 
implementace abstraktní třídy BackupEngineAbstract. 
Obnova dat z pohledu uživatelského rozhraní byla již popsána v kapitole 6.2. Samotnou 
obnovu má na starost třída RecoverFiles, zde konkrétně metoda RecoverSingleFile, která se 
stará o překopírování specifikované verze souboru ze zálohy do cílového umístění. Metoda 
RecoverFolder vezme všechny specifikované soubory v adresáři a pro tyto soubory zavolá 
předchozí jmenovanou metodu RecoverSingleFile. 
                                                     
27
 Volume Shadow Copy Service. Tato služba zmrazí aktuální stav jednotky, díky tomu je možné přistupovat 
k uzamčeným souborů, do kterých mohou ostatní aplikace dále pokračovat v zápisu. [13] 
28
 Dostupná na internetové adrese http://alphavss.codeplex.com/ 
29
 Dostupná na internetové adrese http://alphafs.codeplex.com/ 
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6.4 Pomocné třídy 
Třídy v této kapitole spolu přímo nesouvisejí, jedná se o menší třídy, jejichž stručný přehled zde 
uvedu. 
První z nich je třída FileWatcher. Ze specifikace požadavků plyne, že program musí být 
schopný rozpoznat změny, které se udály v určité složce a na tyto změny reagovat. Toho chování má 
na starosti třída FileWatcher, která po inicializaci začne monitorovat zadaný adresář včetně 
podadresářů. Tato třída při své inicializaci spustí proces zálohy nad sledovanou složkou. Toto chování 
je implementováno z důvodu toho, že je potřeba do zálohy zahrnout všechny změny, které se mohly 
udát v době, kdy zálohovací program nebyl spuštěný. Po této úvodní záloze již program monitoruje 
jednotlivé změny a zálohuje pouze změněné soubory. Jedinou výjimku v tomto chování tvoří práce 
s adresáři. Zde je rizikovou operací přejmenování adresáře. Tato změna totiž ovlivňuje v jednu chvíli 
několik souborů najednou. Na takovou operaci program reaguje tak, že spustí opět proces zálohy nad 
celou sledovanou složkou. Při přejmenování se žádné soubory nemění, program tak pouze projde 
znovu celou adresářovou strukturu a upraví příslušné záznamy v databázi tak, aby odpovídaly 
skutečnému stavu sledovaného adresáře. 
Se třídou FileWatcher blízce souvisí třída FileSystemHelper. Obsahuje totiž metodu 
IsFileReady, pomocí které je možno určit, zda je možné daný soubor v daném okamžiku 
zálohovat. FileWatcher třída totiž pracuje na principu sledování událostí a nelze přímo rozlišit situaci, 
kdy se vytvořil nový soubor a jsou do něj kopírována nová data. V takovou chvíli se totiž vyskytnou 
dvě události, které mají stejný popis. Jedna událost na začátku kopírování souboru a druhá na konci. 
Díky metodě IsFileReady jde jednoduše rozpoznat, která z těchto událostí je pro zálohovací 
program podstatná a která ne. 
Další z pomocných tříd je třída FolderExplorer. Tato třída má na starosti prohledání zadaného 
adresáře a vyhledání všech souborů a adresářů v tomto adresáři. Tohoto chování je zde dosaženo 
pomocí rekurze, kdy dochází k postupnému zanořování do všech případných podadresářů v zadaném 
adresáři. 
Třída EmailClient má na starosti odesílání e-mailových zpráv. V nastavení programu si může 
uživatel nastavit údaje ke svému SMTP30 serveru, uživatelské heslo k tomuto serveru apod. Pokud si 
poté ještě povolí zasílání chyb na svou e-mailovou adresu, tak pomocí této třídy se mu budou zasílat 
všechny chyby, které program zaznamená do záznamu událostí. 
Pomocná třída DiskPathHelper slouží k práci s cestami k adresářům a souborům. Umožňuje 
tyto cesty různě modifikovat, spojovat, vytvářet apod. 
                                                     
30
 Simple Mail Transfer Protocol – jedná se o protokol, pomocí nějž mohou být odesílány e-mailové zprávy. 
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V této bakalářské práci jsem se zabýval průzkumem dostupných zálohovacích řešení a následným 
návrhem vlastního programu, který se zabýval problematikou zálohování dat. Použití vytvořeného 
programu ovšem automaticky neznamená, že jsou uživatelova data v bezpečí. Je vhodné tento 
program zkombinovat například s hardwarovou ochranou dat, tedy zapojením v režimu RAID. 
Principy a nejčastěji používané druhy těchto zapojení jsou popsány v druhé kapitole. 
 Kapitola třetí je věnována průzkumu volně dostupných řešení, která poskytují zálohu dat. 
Snažil jsem se do srovnání zařadit ty programy, které měly v internetových článcích a diskuzích 
nejlepší hodnocení. Souhrnné hodnocení těchto programů je uvedeno v závěru třetí kapitoly. Žádný 
z těchto programů nebyl bezchybný. 
 Na základě znalostí, které jsem získal při zkoumání existujících řešení, jsem vytvořil seznam 
požadavků na vyvíjený program. Tyto požadavky jsou sepsány ve čtvrté kapitole a následně v páté 
kapitole převedeny do technického pohledu. Při jejich tvorbě jsem kladl důraz především na zajištění 
stoprocentní zálohy dat, kdy se nemůže stát, že by uživatel přišel o data chybou programu, a dále 
taktéž na jednoduchost programu. Výsledný program nabízí pouze jeden druh zálohování, nicméně 
kombinuje výhody z plné, rozdílové a přírůstkové zálohy. Uživatel tedy nemusí řešit, který přístup je 
pro něj vhodný. Taktéž jsem se zaměřil na to, aby uživatelské rozhraní bylo pro uživatele pokud 
možno co nejvíce přívětivé a neobsahovalo zbytečně velké množství informací, které by mohly 
uživatele zmást. 
 Šestá kapitola se věnuje detailům implementace navrženého programu. Do programu se mi 
povedlo zahrnout všechny požadavky stanované v kapitolách čtyři a pět. Program tedy umí data 
zálohovat a to tak, že při záloze vynechá duplicitní soubory, které hledá nejen v jednom uložení, ale 
umí je rozpoznat i pokud uživatel zálohuje různé adresáře na jeho disku. Podmínkou je pouze to, že je 
musí zálohovat do jednoho umístění. Nebylo by totiž bezpečné, aby jedna část dat byla na jednom 
místě a další část na externím disku, který může uživatel kdykoliv odpojit od systému. Program umí 
zálohovat i soubory, které jsou v danou chvíli využívané, což je možné využít např. pro zálohování 
obrazů aktuálně používaných virtuálních počítačů. Uživatel by této možnosti měl využít jen 
v případě, že opravdu této služby využije. Mimo jiné totiž prodlužuje dobu zálohy. 
V rámci implementace jsem implementoval i podporu pro sledování událostí. Pokud se při 
vytváření zálohy dat vyskytne chyba, tak se o ní uživatel dozví. Aby ovšem nemusel pravidelně 
otevírat program a kontrolovat, zda nedošlo k chybě, implementoval jsem i podporu pro zasílání  
e-mailových zpráv. Uživatel si tak může nastavit, že mu v případě chyby dojde do jeho e-mailové 
schránky zpráva se stručným popisem této chyby. 
Pokud by uživatel někdy musel obnovit data ze zálohy, tak program mu k tomu nabízí dvě 
možnosti. Může buď podle data obnovit stav požadovaného adresáře, nebo zadat část názvu 
požadovaného souboru a program mu nabídne všechny verze souborů, které tomuto názvu 
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odpovídají. Uživatel může zálohy spouštět nejen ručně, ale program v sobě nese i podporu 
naplánovaných úloh. Tato podpora je implementována přímo do programu. Díky tomu není závislý na 
operačním systému jako některá existující řešení. 
Program též podporuje sledování specifikovaného adresáře, a pokud se v tomto adresáři stane 
nějaká změna, tak na ni zareaguje. Jedná se o něco jako základní synchronizaci dat. Tuto funkčnost je 
ovšem nutné brát pouze jako doplněk programu. Pokud by uživatel požadoval software pouze pro 
synchronizaci dat, tak rozhodně najde optimálnější řešení, protože navrhovaný program je 
optimalizován především pro zálohování dat, což sebou nese určité kompromisy. 
 Vyvinutý program je v současné době plně použitelný jako zálohovací řešení. V budoucnu by 
ovšem mohl být rozšířen o další funkce. Zkoumaná řešení nabízela například podporu šifrování dat. 
Podle mě není přímo žádoucí tvořit podporu šifrování jako takovou. Ale mohlo by být zajímavé 
zabudovat podporu pro komunikaci s některým ze šifrovacích programů, např. s volně dostupným 
programem TrueCrypt
31. Tento program by vytvořil zašifrovaný kontejner32, do kterého by poté 
zálohovací program kopíroval svá data. Tohoto chování je možné dosáhnout již nyní, ale pokud by 
došlo k hlubší spolupráci, tak by zálohovací program mohl například tento kontejner před zálohou 
připojit a po záloze opět odpojit od systému. 
 Další možnou funkcionalitou vhodnou k implementaci by mohlo být komprimování 
zálohovaných dat. Tuto funkcionalitu jsem chtěl přidat již do této verze programu, ovšem díky 
podpoře stínových kopií, které využívají rozšířené systémové cesty, jsem od tohoto záměru nakonec 
upustil, protože udělat kompresi tak, aby byla efektivní, nebrzdila zálohu a nemohlo dojít k poškození 
dat, není díky stínovým kopiím příliš jednoduché. Ovšem uživatel může už nyní využít vestavěné 




                                                     
31
 Více informací o tomto programu lze najít na internetové adrese http://www.truecrypt.org/  
32
 Pojmem kontejner se v tomto kontextu rozumí soubor, který se po připojení do systému chová jako virtuální 
disková jednotka, do které je možné ukládat data, která jsou fyzicky uložena právě do tohoto jednoho souboru. 
33
 Návod jak využít této funkce lze najít například na internetové adrese 
http://www.microsoft.com/resources/documentation/windows/xp/all/proddocs/en-us/vz_ovrvw.mspx?mfr=true 
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Příloha 1: Manuál aplikace 
Návod k instalaci aplikace 
Tento návod uvádí postup k úspěšnému spuštění aplikace pro nově nainstalovaný operační systém. 
Na již existujícím systému mohou některé součásti již existovat. 
Požadavky na systém 
Tato aplikace podporuje a byla testována pro použití s následujícími verzemi operačních systémů 
Microsoft Windows: 7 x86, 7 x64, 8 x86, 8 x64. 
Je třeba mít nainstalován .NET Framework ve verzi 4.5. Instalační program pro tuto verzi je umístěn 
na přiloženém CD. Případně je možné jej stáhnout přímo ze stránek Microsoftu 
http://www.microsoft.com/en-us/download/details.aspx?id=30653 nebo získat pomocí Windows 
Update služby. 
Dále je třeba mít nainstalované knihovny pro Microsoft SQL Server Compact 4.0. Instalační program 
je opět umístěn na přiloženém CD nebo dostupný ze stránek Microsoftu 
http://www.microsoft.com/en-us/download/details.aspx?id=17876 
Spuštění programu 
Program je třeba spouštět s administrátorskými právy. Pokud by program tato práva neměl, tak 
nebudou fungovat některé funkce jako např. stínové kopie. Je vhodné si tento program přidat mezi 
automaticky spouštěné programy po startu operačního systému. Jen tak je zajištěno, že se 
naplánované zálohy spustí ve správný čas. 
Ovládání programu 
Hlavní okno programu je rozděleno do několika záložek. Každá záložka ovládá určitou funkci. Při 
prvním spuštění by uživatel měl jít nejprve na záložku Config a nastavit zde program dle svých 
požadavků. 
Aby bylo možné vytvářet zálohovací plány, je třeba vytvořit uložiště, do kterého se budou 
ukládat soubory. Toto lze provést na záložce Storages, kde je možné specifikovat libovolné 
množství uložišť. Uložiště může být lokální nebo síťové. 
Nyní na záložce Backup plans můžeme vytvořit první zálohovací plán. Po vytvoření se 
plán objeví v seznamu plánů na téže záložce. Odtud je možné jej ručně spustit, případně editovat 
dvojitým kliknutím na řádku zvoleného zálohovacího plánu. Pokud přejdeme na záložku 
Scheduled tasks, tak zde můžeme naplánovat automatické spouštění zálohovacího plánu. 
 2 
Pokud by bylo třeba obnovit určitá data ze zálohy, lze tak učinit pomocí záložky Recover 
by date nebo Recover by file name. Záleží, jestli chceme obnovit celý adresář nebo si 
vybrat pouze konkrétní soubor. 
Záložka Log zobrazuje zaznamenané události. Může jít o chybové stavy, pokud by například 
selhal proces zálohy. Ale zobrazují se tady i informační zprávy o tom, zda záloha proběhla úspěšně 
apod. 
 
