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Route: Un “Router” es como su propio nombre indica, y fácilmente se puede 
traducir, un enrutador o encaminador que nos sirve para interconectar redes de 
ordenadores y que actualmente implementan puertas de acceso a internet como 
son los router para ADSL, los de Cable o 3G. 
IPv6: En la actualidad el Internet Protocol v4 (IPv4) es el protocolo predominante. Esta 
versión del protocolo fue el que vio nacer Internet y desde entonces se ha estado 
utilizando de forma ininterrumpida. El problema es que este protocolo tiene un límite 
aproximado de 4.294.967.296 de direcciones IP posibles, algo que parecía suficiente 
cuando se creó, pero que en la actualidad se está empezando a quedar corto y 
empieza a ser muy necesario dar un salto a una nueva versión. Es aquí donde 
entra iPv6, una versión actualizada del protocolo de Internet. No es el único cambio, 
pero sin duda el cambio más importante que incluye es que el límite de IPs posible es 
mucho mayor, concretamente alcanza las 340.282.366.920.938.463.463.374.607 
direcciones posible. Esta cifra tan enorme y que resulta imposible de leer, representa 
unos 340 sextillones de direcciones de red (IPs) posibles. 
CCNP: (Cisco Certified Network Professional), certifica los conocimientos y 
competencias en relación a la utilización de Ruteo y Direccionamiento IP Avanzado 
en la implementación de Routers Cisco escalables y altamente segurizados 
conectados a LANs, WANs e IPV6. 
Convergencia: Significa convergir y esta última, a su vez, hace referencia a dos 
líneas que se dirigen a unirse en un mismo punto. Este concepto aplicado a los 
servicios de telecomunicaciones se refiere al hecho de que a través de un solo 
medio de comunicación se pueda transmitir o recibir información de cualquier 
naturaleza haciendo que las redes sean más versátiles y que se puedan integran 
cada dia más servicios y requerimientos a las necesidades de los clientes. 
Conmutación: La conmutación consiste en una sucesión alternante de nodos y 
canales de comunicación, es decir, después de ser transmitida la información a 
través de un canal, llega a un nodo, éste a su vez, la procesa lo necesario para 












Este trabajo corresponde al curso de diplomado CISCO CCNP dirigido a estudiantes 
de nivel universitario o Profesionales en Ingeniería que buscan habilidades de redes 
de nivel empresarial, profesionales TI que desean expandir sus habilidades básicas 
en enrutamiento, conmutación y solución de problemas de red para avanzar en su 
carrera. El cual esta divido en dos partes de que llaman CCNP ROUTE y CCNP 
SWITCH, donde se afianzan conocimiento y conceptos en redes de 
telecomunicaciones, aplicando diferentes configuraciones y utilizando protocolos de 
enrutamiento de red EIGRP, BGP, OSPF, adicional se utilizan protocolos de 
conmutación como STP, propagación de Vlans en modo troncal y de acceso  las 
cuales pueden ser utilizadas en redes industriales, corporativas y de gran 
envergadura en la resolución de problemas o ampliaciones de redes según sea el 
caso de solución. 
 





This work corresponds to the CISCO CCNP diploma course aimed at university-level 
students or Engineering Professionals seeking enterprise-level networking skills, IT 
professionals who wish to expand their basic skills in routing, switching, and network 
troubleshooting to advance their race. Which is divided into two parts called CCNP 
ROUTE and CCNP SWITCH, where knowledge and concepts in 
telecommunications networks are consolidated, applying different configurations 
and using network routing protocols EIGRP, BGP, OSPF, additional switching 
protocols such as STP, propagation of Vlans in trunk and access mode which can 
be used in industrial, corporate and large-scale networks in solving problems or 
expanding networks as the case may be. 











Este diplomado de Cisco CCNP (Cisco Certified Network Professional), certifica los 
conocimientos y competencias en relación a la utilización de Ruteo y 
Direccionamiento IP Avanzado en la implementación de Routers Cisco escalables 
y altamente segurizados conectados a LANs, WANs e IPV6. 
 
Encontramos en la siguiente prueba de habilidades después de abordar 
conocimientos previos para el desarrollo de las actividades, donde se solucionarán 
dos escenarios, en el primer escenario se realizará configuración de router con 
protocolos de enrutamiento, interfaces Loopback con su direccionamiento IP, 
configuración de rutas y redistribución de las mismas para los protocolos EIGRP, 
OSPF y validación de las configuraciones planteadas. 
 
En el segundo escenario se realizará la configuración de switches Cisco, donde por 
medio de lineamientos establecidos para el direccionamiento IP, etherchannels, 
VLANs, se creará una red para validar los conocimientos adquiridos que se 
aplicaran a la creación del protocolo VTP y la administración centralizada de Vlans, 
















 PLANTEAMIENTO DEL PROBLEMA 
 
 
 DEFINICIÓN DEL PROBLEMA 
 
La evaluación denominada “DOCUMENTO FINAL”, forma parte de las 
actividades evaluativas del Diplomado de Profundización CCNP, y busca 
identificar el grado de desarrollo de competencias y habilidades que fueron 
adquiridas a lo largo del diplomado. Lo esencial es poner a prueba los niveles de 
comprensión y solución de problemas relacionados con diversos aspectos de 
Networking. 
 
Para esta actividad, el estudiante debe realizar las tareas asignadas en cada uno 
de los dos (2) escenarios asignados, acompañado de los respectivos procesos 
de documentación de la solución, correspondientes al registro de la configuración 
de cada uno de los dispositivos, la descripción detallada del paso a paso de cada 
una de las etapas realizadas durante su desarrollo, el registro de los procesos de 
verificación de conectividad mediante el uso de comandos ping, traceroute, show 





Se debe realizar la solución de los escenarios esto con el fin de obtener los 
conocimientos en problemas cotidianos al cual nos podemos enfrentar, se deberá 
realizar el proceso de configuración de usando cualquiera de las siguientes 
herramientas: Packet Tracer, GNS3 o SMARTLAB, y posterior a este las pruebas 






























Figura 2. Simulación de red primer escenario en GNS3 
 
Tablas de informacion para configuración de los Routers 
 
Tabla 1 Configuración IP R1 
INTERFACE DIRECCION IP MASCARA 
Serial 1/0 10.113.12.1 255.255.255.0 
Loopback 0 10.1.0.1 255.255.252.0 
Loopback 1 10.1.4.1 255.255.252.0 
Loopback 2 10.1.8.1 255.255.252.0 







Tabla 2 Configuración IP R2 
INTERFACE  DIRECCION IP MASCARA 
Serial 1/0 10.113.12.2 255.255.255.0 
Serial 1/1 10.113.13.1 255.255.255.0 
 
 
Tabla 3. Configuración IP R3 
INTERFACE  DIRECCION IP MASCARA 
Serial 1/1 10.113.13.2 255.255.255.0 
Serial 1/0 172.19.34.1 255.255.255.0 
 
 
Tabla 4. Configuración IP R4 
INTERFACE  DIRECCION IP MASCARA 
Serial 1/0 172.19.34.2 255.255.255.0 
Serial 1/1 172.19.45.1 255.255.255.0 
 
 
Tabla 5. Configuración IP R5 
INTERFACE DIRECCION IP MASCARA 
Serial 1/1 172.19.45.2 255.255.255.0 
Loopback 0 172.5.0.1 255.255.252.0 
Loopback 1 172.5.4.1 255.255.252.0 
Loopback 2 172.5.8.1 255.255.252.0 









1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 
topología de red. 
Inicialmente damos la configuración básica a los routers. 
Tabla 6. Configuración básica Router R1 
Código de Configuración Aplicado - R1 Descripción 
Router> Inicio del Router 
Router>enable Se ingresa al modo privilegiado 
Router#configure terminal Se ingresa al modo de 
configuración 
Router(config)#hostname R1 Se le asigna nombre al Router 
R1(config)#no ip domain-lookup Desactiva la resolución DNS en el 
Router 
R1(config)#line console 0 Ingreso al modo de configuración 
de línea de consola 
R1(config-line)#logging synchronous evita que los mensajes 
inesperados que aparecen en 
pantalla, nos desplacen los 
comandos que estamos 
escribiendo en el momento 
R1(config-line)#exec-timeout 0 0 Desconexión por inactividad en 
una sesión de acceso. Si se 
configura un tiempo 0, se entiende 
como que no hay límite de tiempo 
R1(config-line)#exit 
 
Salida del modo de configuración 
de línea 








Figura 3. Configuración de Router inicial R1 
 
 
Esta misma configuración inicial se procede a configurar en cada uno de los Routers 
de la red. 
 





R2(config)#no ip domain-lookup 
R2(config)#line console 0 
R2(config-line)#logging synchronous 














R3(config)#no ip domain-lookup 
R3(config)#line console 0 
R3(config-line)#logging synchronous 
R3(config-line)#exec-timeout 0 0 
R3(config-line)#exit 
R3(config)# 





R4(config)#no ip domain-lookup 
R4(config)#line console 0 
R4(config-line)#logging synchronous 
R4(config-line)#exec-timeout 0 0 
R4(config-line)#exit 
R4(config)# 





R5(config)#no ip domain-lookup 











Después de tener la configuración inicial en cada Router, continuamos con la 
asignación del direccionamiento IP en cada una de las interfaces guiándonos con 
las tablas anteriormente suministradas para cada Router. 
 
Tabla 7. Configuración IP Router R1 
Código de Configuración Aplicado - R1 Descripción 
R1> Inicio del Router 
R1>enable Se ingresa al modo privilegiado 
R1#configure terminal Se ingresa al modo de 
configuración 
R1(config)#interface serial 1/0 Permite configurar interface serial 
R1(config-if)#description WAN R1 to R2 Nombra la interface serial para 
identificación de la red 
R1(config-if)#ip address 10.113.12.1 
255.255.255.0 
Asignacion direccionamiento IPv4 
R1(config-if)#clock rate 64000 Sincronismo conexión serial DCE 
R1(config-if)#bandwidth 64 Establece el ancho de banda 
R1(config-if)#no shutdown Activa la interface  













Tabla 8. Configuración protocolo OSPF en R1 
Código de Configuración Aplicado - R1 Descripción 
R1> Inicio del Router 
R1>enable Se ingresa al modo privilegiado 
R1#configure terminal Se ingresa al modo de 
configuración 
R1(config)#router ospf 1 Habilitar enrutamiento ospf 
R1(config-router)#router-id 1.1.1.1 Asignar ID al Router 




0.0.0.255 area 5 
Anunciar red 
R1(config-if)#exit Salida del modo de 
configuración 
 








Se realiza configuración del direccionamiento y protocolo OSPF en cada uno de 
los Routers. 
Configuración aplicada al Router # 2 
R2>enable  
R2#configure terminal 
R2(config-if)#interface serial 1/0 
R2(config-if)#description WAN R2 to R1 
R2(config-if)#ip address 10.113.12.2 255.255.255.0  
R2(config-if)#no shutdown 
R2(config-if)#exit 
R2(config-if)#interface serial 1/1 
R2(config-if)#description WAN R2 to R3 
R2(config-if)#ip address 10.113.13.1 255.255.255.0  
R2(config-if)#no shutdown 
R2(config-if)#exit 
R2(config)#router ospf 1 
R2(config-router)#router-id 2.2.2.2 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 
R2(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R2(config-if)#exit 
Configuración aplicada al Router # 3 
R3>enable  
R3#configure terminal 
R3(config-if)#interface serial 1/0 
R3(config-if)# description WAN R3 to R4 








R3(config-if)#interface serial 1/1 
R3(config-if)# description WAN R3 to R2 
R3(config-if)#ip address 10.113.13.2 255.255.255.0 




R3(config)#router ospf 1 
R3(config-router)#router-id 3.3.3.3 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R3(config-if)#exit 
R3(config)#router eigrp 15 
R3(config-router)#network 172.19.34.0 0.0.0.255 
R3(config-router)#network 172.19.45.0 0.0.0.255 
R3(config-router)#exit 
Configuración aplicada al Router # 4 
R4>enable  
R4#configure terminal 
R4(config)#interface serial 1/0 
R4(config-if)#description WAN R4 to R3 
R4(config-if)#ip address 172.19.34.2 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)#exit 
R4(config)#interface serial 1/1 
R4(config-if)#description WAN R4 to R5 








R4(config)#router eigrp 15 
R4(config-router)#network 172.19.34.0 0.0.0.255 
R4(config-router)#network 172.19.45.0 0.0.0.255 
R4(config-router)# exit 
Configuración aplicada al Router # 5 
R5>enable  
R5#configure terminal 
R5(config)#interface serial 1/1 
R5(config-if)#description WAN R5 to R4 
R5(config-if)#ip address 172.19.45.2 255.255.255.0 
R5(config-if)#clock rate 64000 
R5(config-if)#bandwidth 64 
R5(config-if)#no shutdown 
R5(config-if)#router eigrp 15 
R5(config-router)#network 172.19.45.0 0.0.0.255 
R5(config-router)#exit 
R5(config)# 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 10.1.0.0/22 y configure esas interfaces para participar en el 
área 5 de OSPF. 
Tabla 9. Direccionamiento Interfaces Loopback en R1 
INTERFACE DIRECCION IP MASCARA 
Loopback 0 10.1.0.1 255.255.252.0 
Loopback 1 10.1.4.1 255.255.252.0 
Loopback 2 10.1.8.1 255.255.252.0 










R1(config-if)#ip address 10.1.0.1 255.255.252.0 
R1(config-if)#exit 
R1(config)#interface loopback1 
R1(config-if)#ip address 10.1.4.1 255.255.252.0 
R1(config-if)#exit 
R1(config)#interface loopback2 
R1(config-if)#ip address 10.1.8.1 255.255.252.0 
R1(config-if)#exit 
R1(config)#interface loopback3 
R1(config-if)#ip address 10.1.12.1 255.255.252.0 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#router-id 1.1.1.1 
R1(config-router)#network 10.1.0.0 0.0.3.255 area 5 
R1(config-router)#network 10.1.4.0 0.0.3.255 area 5 
R1(config-router)#network 10.1.8.0 0.0.3.255 area 5 







Figura 6. Configuración protocolo Loopback y OSPF área 5 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15. 
Tabla 10. Direccionamiento Interfaces Loopback en R5 
INTERFACE DIRECCION IP MASCARA 
Loopback 0 172.5.0.1 255.255.252.0 
Loopback 1 172.5.4.1 255.255.252.0 
Loopback 2 172.5.8.1 255.255.252.0 
Loopback 3 172.5.12.1 255.255.252.0 
 












R5(config-if)#ip address 172.5.4.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#interface loopback2 
R5(config-if)#ip address 172.5.8.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#interface loopback3 
R5(config-if)#ip address 172.5.12.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#  
R5(config)#router eigrp 15  
R5(config-router)#network 172.5.0.0 0.0.3.255 
R5(config-router)#network 172.5.4.0 0.0.3.255 
R5(config-router)#network 172.5.8.0 0.0.3.255 
R5(config-router)#network 172.5.12.0 0.0.3.255 
R5(config-router)#exit 







4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
Figura 8 Show ip route en R3 
 
Se muestra cada una de las redes Loopback que se aprenden en el router R3. 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 





R3(config)#router ospf 1 








R3(config)#router eigrp 15 
R3(config-router)#redistribute ospf 1 metric 1544 20000 255 1 1500 
R3(config-router)#exit 
R3(config)# 
Figura 9. Configuración redistribución EIGRP OSPF - EIGRP 
 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
 
 








Figura 11. sh ip route en R5 
 
 
Se evidencia que las rutas de R5 existen en la tabla de enrutamiento de R1 y las 











ESCENARIO # 2 
 













Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte 
del escenario propuesto. 
Implementación: 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
a. Apagar todas las interfaces en cada switch. 
b. Asignar un nombre a cada switch acorde con el escenario establecido. 
 
Tabla 11. Configuración básica Switch DLS1 
Código de Configuración Aplicado – 
DLS1 
Descripción 
Switch> Inicio del Switch 
Switch>enable Se ingresa al modo privilegiado 
Switch#configure terminal Se ingresa al modo de 
configuración 
Switch(config)#hostname DLS1 Se le asigna nombre al Switch 
DLS1(config)#no ip domain-lookup Desactiva la resolución DNS en el 
Switch 
DLS1(config)#line console 0 Ingreso al modo de configuración 
de línea de consola 
DL1(config-line)#logging synchronous evita que los mensajes 
inesperados que aparecen en 
pantalla, nos desplacen los 
comandos que estamos 
escribiendo en el momento 
DLS1(config-line)#exec-timeout 0 0 Desconexión por inactividad en 
una sesión de acceso. Si se 
configura un tiempo 0, se entiende 








Salida del modo de configuración 
de línea 
DLS1(config)#Interface range g0/0-3, g1/0-
1 
Rango de interfaces que se 




Apagado de interfaces 
anteriormente escogidas  
DLS1(config-if-range)#exit Salida del modo de configuración 
DLS1(config)# Modo de configuración 
 
Figura 14. Configuración de Router inicial R1 
 
 
Esta misma configuración inicial se aplica en cada uno de los Switch de la red a 
implementar. 
Configuración aplicada al Switch # DLS2 
Switch>enable 
Switch#configure terminal 
Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname DLS2 






DLS2(config)#line console 0 
DLS2(config-line)#logging synchronous 
DLS2(config-line)#exec-timeout 0 0 
DLS2(config-line)#exit 




Configuración aplicada al Switch # ALS1 
Switch>enable 
Switch#configure terminal 
Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname ALS1 
ALS1(config)#no ip domain-lookup 
ALS1(config)#line console 0 
ALS1(config-line)#logging synchronous 
ALS1(config-line)#exec-timeout 0 0 
ALS1(config-line)#exit 




Configuración aplicada al Switch # ALS2 
Switch>enable 
Switch#configure terminal 







ALS2(config)#no ip domain-lookup 
ALS2(config)#line console 0 
ALS2(config-line)#logging synchronous 
ALS2(config-line)#exec-timeout 0 0 
ALS2(config-line)#exit 




c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 
utilizando LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y 
para DLS2 utilizará 10.12.12.2/30. 
 
Tabla 12. Configuración EtherChannel Switch DLS1 
Código de Configuración Aplicado – 
DLS1 
Descripción 
DLS1> Inicio del Switch 
DLS1>enable Se ingresa al modo privilegiado 
DLS1#configure terminal Se ingresa al modo de 
configuración 
DLS1(config)#interface range g1/0-1 Rango de interfaces que se 
escogen para realizar 
configuración 













Creación de EtherChannel Capa 3  
DLS1(config-if-range)#no shutdown Activa la interface 
DLS1(config-if-range)#exit Salida del modo de configuración 
DLS1(config)#interface port-channel 12 Creación de port-channel 
DLS1(config-if)#ip address 10.12.12.1 
255.255.255.252 
Direccionamiento asignado en el 
port-channel 
DLS1(config-if)#exit Salida del modo de configuración 
port-channel 
DLS1(config)# Modo de configuración 
 
Figura 15. Configuración de Switch DLS1 EtherChannel 12 LACP 
 
 
Configuración aplicada al Switch # DLS2 
DLS2>enable 
DLS2#configure terminal 
Enter configuration commands, one per line.  End with CNTL/Z. 








DLS2(config-if-range)#channel-group 12 mode active 
DLS2(config-if-range)#no shutdown 
DLS2(config-if-range)#exit 
DLS2(config)#interface port-channel 12 
DLS2(config-if)#ip address 10.12.12.2 255.255.255.252 
DLS2(config-if)#exit 
Figura 16. Configuración de Switch DLS2 EtherChannel 12 LACP 
 
2) Los Port-channels en las interfaces g0/0 y g0/1 utilizarán LACP. 
Configuración aplicada al Switch # DLS1 
DLS1(config)#interface range g0/0-1 
DLS1(config-if-range)#channel-protocol lacp 









Figura 17. Configuración de Switch DLS1 EtherChannel 1 LACP 
 
Configuración aplicada al Switch # DLS2 
DLS2(config)#interface range g0/0-1 
DLS2(config-if-range)#channel-protocol lacp 













Configuración aplicada al Switch # ALS1 
ALS1(config)#interface range g0/0-1 
ALS1(config-if-range)#channel-protocol lacp 




Figura 19. Configuración de Switch ALS1 EtherChannel 1 LACP 
 
 
Configuración aplicada al Switch # ALS2 
ALS2(config)#interface range g0/0-1 
ALS2(config-if-range)#channel-protocol lacp 











Figura 20. Configuración de Switch ALS2 EtherChannel 2 LACP 
 
3) Los Port-channels en las interfaces g0/2 y g0/3 utilizará PAgP. 
Configuración aplicada al Switch # DLS1 
DLS1#conf ter 
DLS1(config)#interface range g0/2-3 
DLS1(config-if-range)#channel-protocol pagp 












Configuración aplicada al Switch # ALS2 
ALS2(config)# 
ALS2(config)#interface range g0/2-3 
ALS2(config-if-range)#channel-protocol pagp 




Figura 22. Configuración de Switch ALS2 EtherChannel 4 PAGP 
 
 
Configuración aplicada al Switch # DLS2 
DLS2(config)#interface range g0/2-3 
DLS2(config-if-range)#channel-protocol pagp 










Figura 23. Configuración de Switch DLS2 EtherChannel 3 PAGP 
 
Configuración aplicada al Switch # ALS1 
ALS1(config)#interface range g0/2-3 
ALS1(config-if-range)#channel-protocol pagp 




Figura 24. Configuración de Switch ALS1 EtherChannel 3 PAGP 
 
4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa. 
Configuración aplicada al Switch # DLS1 
DLS1(config)# 
DLS1(config)#interface range g0/0-3 






DLS1(config-if-range)#switchport trunk native vlan 500 





Figura 25. Configuración de Switch DLS1 VLAN NATIVA 500 
 
 
Configuración aplicada al Switch # DLS2 
DLS2(config)# 
DLS2(config)#interface range g0/0-3 
DLS2(config-if-range)#switchport trunk encapsulation dot1q 
DLS2(config-if-range)#switchport trunk native vlan 500 












Figura 26. Configuración de Switch DLS1 VLAN NATIVA 500 
 
Configuración aplicada al Switch # ALS1 
ALS1(config)# 
ALS1(config)#interface range g0/0-3 
ALS1(config-if-range)#switchport trunk encapsulation dot1q 
ALS1(config-if-range)#switchport trunk native vlan 500 















Configuración aplicada al Switch # ALS2 
ALS2(config)#interface range g0/0-3 
ALS2(config-if-range)#switchport trunk encapsulation dot1q 
ALS2(config-if-range)#switchport trunk native vlan 500 





Figura 28. Configuración de Switch ALS2 VLAN NATIVA 500 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
2) Configurar DLS1 como servidor principal para las VLAN. 
3) Configurar ALS1 y ALS2 como clientes VTP. 
 
Configuración aplicada al Switch # DLS1 
DLS1(config)# 
DLS1(config)#vtp domain CISCO 
DLS1(config)#vtp version 3 







DLS1#vtp primary vlan 
Figura 29. Configuración de Switch DLS1 VTP V3 – DOMINIO Y PASSWORD 
 
Configuración aplicada al Switch # ALS1 
ALS1#conf ter 
ALS1(config)#vtp domain CISCO 
ALS1(config)#vtp version 3 
ALS1(config)#vtp mode client 
ALS1(config)#vtp password ccnp321 
ALS1(config)#exit 
ALS1# 









Configuración aplicada al Switch # ALS2 
ALS2#conf ter 
ALS2(config)#vtp domain CISCO 
ALS2(config)#vtp version 3 
ALS2(config)#vtp mode client 
ALS2(config)#vtp password ccnp321 
ALS2(config)#exit 
Figura 31. Configuración de Switch ALS2 VTP V3 – DOMINIO Y PASSWORD 
 
 
e. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 13. Configuración Vlan Servidor Principal 
Numero de Vlan Nombre de Vlan Numero de Vlan Nombre de Vlan 
500 NATIVA 434 PROVEEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
1111 MULTIMEDIA 3456 PERSONAL 
 
Configuración aplicada al Switch # DLS1 
DLS1#configure terminal 






































Figura 32. Configuración de Vlan Switch DLS1 
 
 
f. En DLS1, suspender la VLAN 434. 
Configuración aplicada al Switch # DLS1 
DLS1#configure terminal 












Figura 33. Configuración de Suspensión Vlan Switch DLS1 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
Configuración aplicada al Switch # DLS2 
DLS2# 
DLS2#vtp version 2 
DLS2#configure terminal 







































h. Suspender VLAN 434 en DLS2. 








Figura 35. Configuración de Suspensión Vlan Switch DLS2 
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la 
red. 














Figura 36. Configuración de Vlan Producción Switch DLS2 
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
Configuración aplicada al Switch # DLS1 
DLS1#configure terminal 
DLS1(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root primary 
DLS1(config)#spanning-tree vlan 123,234 root secondary 
DLS1(config)#exit 
DLS1# 
Figura 37. Configuración de STP Switch DLS1 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y 
como una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
Configuración aplicada al Switch # DLS2 
DLS2# 
DLS2#configure terminal 
DLS2(config)#spanning-tree vlan 123,234 root primary 








Figura 38. Configuración de STP Switch DLS2 
 
 
l. Configurar todos los puertos como troncales de tal forma que solamente 
las VLAN que se han creado se les permitirá circular a través de estos 
puertos. 
 
Configuración aplicada al Switch # DLS1 
DLS1#configure terminal 
DLS1(config)#interface port-channel 1 
DLS1(config-if)# switchport trunk allowed vlan 
12,434,500,1010,1111,3456,123,234 
DLS1(config-if)#exit 
DLS1(config)#interface port-channel 4 











Configuración aplicada al Switch # DLS2 
DLS2#configure terminal 
DLS2(config)#interface port-channel 1 
DLS2(config-if)# switchport trunk allowed vlan 
12,434,500,1010,1111,3456,123,234 
DLS1(config-if)#exit 
DLS1(config)#interface port-channel 4 




Figura 40. Configuración de Vlans Puertos Troncales Switch DLS2 
 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados 
a las VLAN de la siguiente manera: 
 
Tabla 14. Configuración Vlans Puerto de Acceso 
INTERFAZ DLS1 DLS2 ALS1 ALS2 
G1/2 3456 12, 1010 123,1010 234 
G1/3 1111 1111 1111 1111 







Configuración aplicada al Switch # DLS1 
DLS1#configure terminal 
DLS1(config)#interface g1/2 
DLS1(config-if)#switchport mode access 




DLS1(config-if)#switchport mode access 




Figura 41. Configuración de Vlans Puertos Acceso Switch DLS1 
 










DLS2(config-if)#switchport access vlan 12 




DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 1111 
DLS2(config-if)#no shutdown 
DLS2(config-if)#exit 
DLS2(config)#interface range g2/0-1 
DLS2(config-if-range)#switchport mode access 
















ALS1(config-if)#switchport mode access 
ALS1(config-if)#switchport access vlan 123 




ALS1(config-if)#switchport mode access 

















ALS2(config-if)#switchport mode access 




ALS2(config-if)#switchport mode access 













Parte 2: Conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso. 
 
Figura 45. Verificación de Vlans y Puertos Switch DLS1 
 
 







Figura 47. Verificación de Vlans y Puertos Switch ALS1 
 
 
Figura 48. Verificación de Vlans y Puertos Switch ALS2 
 
 







Figura 49. Verificación EtherChannel Switch DLS1 
 







c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
 



















Implementar enrutamiento IPv4 e IPv6 en redes LAN, MAN y WAN usando 
infraestructura Cisco, logrando la conectividad, disponibilidad, confiabilidad y 
escalabilidad en redes de entorno Corporativo y su respectiva conexión a Internet. 
Se desarrolla la capacidad de configurar y administrar dispositivos de Networking 
orientados al diseño de redes escalables y de conmutación, mediante el estudio del 
modelo OSI, la arquitectura TCP/IP, con el uso de herramientas se establecen 
configuraciones con diferentes protocolos de enrutamiento, para el escenario #1 
se verifica la convergencia entre protocolos y se emprenden las rutas del sistema 
autónomo en cada router, dando solución al problema planteado.  
En el escenario # 2 se implementa una red por medio de vlan, se valida cada 
conexión en forma troncal y de acceso permitiendo transportar más de una Vlan 
sin que llegue a pertenecer a una en específico, donde por medio del protocolo 
VTP se realiza la propagación de estas Vlans entre los dispositivos de la red sin 
recurrir a la configuración manual en cada uno de los equipos que componen el 
escenario. 
Se logra en lo transcurrido del curso los conocimientos necesarios para el diseño 
de redes escalables, se fortalecieron mediante el uso del modelo jerárquico de tres 
niveles, la optimización en el rendimiento de la red e incorporación adecuada de 
tecnologías y protocolos de conmutación mejorados tales como: VLAN, protocolo 
de enlace troncal de VLAN (VTP), Protocolo de árbol de expansión por VLAN 
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