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Resumen
El documento presenta un análisis de la serie de normas ISO 9001:2015, NTC 14001:2015, ISO
45001-2018, NTC-ISO-IEC 27001, con sus correspondientes características y perspectivas frente a la gestión
documental. El trabajo se enfoca en un estudio de caso para el Fondo Rotatorio de la Policía, donde básicamente
lo que se pretendía era la viabilidad de la aplicación de estas normas en la estructura de la gestión documental de
la entidad.
El análisis desarrollado corresponde a una comparación de los elementos comunes determinados
por las normas para facilitar la relación con las diferentes herramientas archivísticas y organizacionales hacia el
cumplimiento de los requisitos determinados por estas para la obtención de la certificación de calidad en cada
uno de los aspectos específicos señalados por las normas. El trabajo fue establecido bajo los estándares definidos
para trabajos de grado, donde la estructura evidencia un proceso de presentación y análisis de la información
recopilada con el único propósito de obtener una comparación que registre los puntos comunes de las normas
objeto de la investigación y su aplicación con la gestión documental, además, donde el lector pueda encontrar
fácilmente estos aspectos, que ayuden con la implementación e implantación de la normatividad en cualquier tipo
de organización. En el documento se presentan el planteamiento, formulación del problema, justificación,
objetivos y antecedentes como parte introductoria para meter en contexto al lector del mismo. Posteriormente se
presentan el marco teórico y la metodología donde se detalla la manera en la que se realizó el trabajo, para después
incluir los resultados, las conclusiones y las recomendaciones.
Palabras clave: ISO 9001:2015, NTC 14001:2015, ISO 45001-2018, NTC-ISO-IEC 27001, sistema de
gestión documental; gestión de documentos, normas
Abstract
The document presents an analysis of the series of ISO 9001: 2015, NTC 14001: 2015, ISO 450012018, NTC-ISO-IEC 27001 standards, with their corresponding characteristics and perspectives regarding
document management. The work focuses on a case study for the Fondo Rotatorio de la Policía, where basically
what was intended was the feasibility of applying these standards in the entity's document management structure.
The analysis developed corresponds to a comparison of the common elements determined by the
standards to facilitate the relationship with the different archival and organizational tools towards the fulfillment
of the requirements determined by these for obtaining quality certification in each of the specific aspects. indicated
by the same rules. The work was established under the standards defined for undergraduate works, where the
structure evidences a process of presentation and analysis of the information collected with the sole purpose of
obtaining a comparison that records the common points of the standards under investigation and their application.
with document management, in addition, where the reader can easily find these aspects, which help with the
implementation and implementation of regulations in any type of organization

Keywords: ISO 9001: 2015, NTC 14001: 2015, ISO 45001-2018, NTC-ISO-IEC 27001, document management
system; document management, standards

Introducción
Los sistemas de gestión de calidad en los últimos veinte años han tenido un fuerte impacto
en todos los procesos y procedimientos de administración de información, uno de ellos ha sido
el registrado en la gestión documental. Razón por la cual las instituciones han venido
certificando sus procesos bajo el estándar de calidad, en este caso con el Icontec, entidad
autorizada por el gobierno colombiano como la encargada del otorgamiento de las
certificaciones de calidad para cada una de las normas avaladas por la ISO Internacional.
El Fondo Rotatorio de la Policía, no ha sido ajeno a esta realidad, y ha iniciado los
procesos de alistamiento y verificación para la obtención de las certificaciones o sellos de
calidad, razón por la cual este trabajo realiza un análisis de las normas con las que la entidad
podría implícitamente trabajar en forma conjunta. Indudablemente el gobierno colombiano a
partir de su política de gestión de la información y transparencia de los procesos ha venido
estableciendo normas para que las entidades del sector público participen del proceso
certificador, inicialmente este se ha consolidado en la norma más conocida universalmente
como es la ISO 9001:2015.
Por las características de la entidad objeto del estudio, el trabajo planeta elementos de
unión donde un proceso certificador inicial con la ISO 9001, facilitará la implementación e
implantación de lo señalado por las ISO 14001, 45001 y 27001. Estas normas han sido
catalogas por la ISO bajo el estándar de normas de alto impacto, debido a que corresponde a
normatividad que es muy útil para el adecuado procesamiento de datos, sistemas, procesos que
buscan el equilibrio entre las personas, los productos.
El objetivo general del trabajo es analizar normas ISO 9001:2015, NTC 14001:2015, ISO
45001-2018, NTC-ISO-IEC 27001 frente a la gestión documental del Fondo Rotatorio de la
Policía.

La metodología utilizada se definió con un enfoque cualitativo, de tipo analítico y se
estableció desde un estudio de caso, que se define como investigación que estudia un fenómeno
contemporáneo dentro de su contexto real, en la que los límites entre el fenómeno y el contexto
no son claramente visibles, y en la que se utilizan distintas fuentes de evidencia como ISO y la
normatividad vigente.
Para su desarrollo, se ha dividido el trabajo en cuatro fases, en un primer momento se
determina la problemática que surge continuamente en las instituciones porque no es posible
el garantizar que los procesos y procedimientos de sus productos y servicios funcionen bajo
estándares de calidad o que garanticen la efectividad de sus actuaciones. Este tipo de aspectos
indica que las normas ISO corresponden a un trabajo conjunto donde la integración de los
funcionarios de las organizaciones es fundamental, aspectos entre otros que justifican el
desarrollo de la propuesta.
En un segundo momento se presenta el marco teórico que incluye tres categorías
conceptuales básicas del amplio contexto de la información que se maneja desde el contexto
de las normas ISO, la gestión documental y la certificación. En este aspecto es importante
señalar que para la selección de estas categorías, se revisaron como antecedentes trabajos de
pregrado desarrollados desde la Universidad de La Salle con énfasis particular en la
verificación, o revisión de propuestas, datos con los cuales se determinaron los conceptos.
Para un tercer momento, el cual se establece desde la metodología básica de la
investigación, el establecimiento del enfoque que para el caso es del orden cualitativo dado que
se trabajaron características y elementos comunes de las normas objeto del proceso, en cuanto
al tipo se determinó el trabajarlo desde lo analítico para el logro de la relación de los elementos
funcionales y particulares de unificación de las normas. En cuanto a la técnica esta se desarrolló
desde el análisis de contenido establecido a partir de lo señalado por el estudio de caso como
método de investigación que determina una revisión detalladas de un sujeto particular en un

proceso. En esta sección se ubican las matrices de análisis desarrolladas para las cuatro normas
objeto de la investigación.
En la sección cuarta se presenta el análisis y los resultados obtenidos de lo desarrollado
desde la metodología, en donde evidentemente se aprecian los puntos de unión de las normas
objeto de la investigación, para lo cual es importante señalar que una vez aplicado y obtenido
un sello certificador se adelantan los procesos específicos que cada norma incluye.
Evidentemente la gestión de documental y la administración de la información se constituyen
puntos esenciales para el manejo de la información documentada, aspecto indicado por la
norma ISO 9001 (ISO, 2015) donde se establecen los aspectos característicos y esenciales para
la adecuada implementación e implantación de cualquier tipo de gestión de calidad inmerso en
las normas de alto impacto.
Desde otro punto de vista, cualquier entidad puede incursionar en la obtención de sellos
de calidad o de certificación a partir del cumplimiento de requisitos de la ISO 9001:2015, es
así como la recomendación para la entidad objeto de la investigación es el hecho que cuenta
con todos los elementos y aspectos necesarios para su implementación, con lo cual la entidad
estaría a la vanguardia del tema.
Como resultados se define que para la implementación y articulación del Sistema de
Gestión de Calidad y la Gestión Documental se debe conocer previamente el estado actual de
la entidad, lo cual permite identificar sus características particulares, ya que estas inciden en
los elementos que se deben subrayar a la hora de tomar decisiones para la implementación de
la gestión documental. En este caso, los lineamientos de las entidades confluyen en la oficina
productora ocasionando ambigüedades en el momento de realizar el desarrollo de actividades
para la implementación de la gestión documental.
Como conclusión se define que con base en el análisis de las cuatro (4) normas es
posible señalar que cada una tiene características propias en cuanto a su objeto y campo de

aplicación, referencias normativas, términos y condiciones, contexto de la organización,
liderazgo, planificación, apoyo, operación, evaluación de desempeño y mejora, pero en
conjunto todas tiene una función.
Es imperante que la gestión organizacional tenga una mayor comprensión en la implementación
y articulación del Sistema de Gestión de Calidad y la Gestión Documental con el fin de
garantizar la administración, conservación, y preservación de la información documentada.

Es imprescindible para las entidades que se aplique las buenas prácticas en su Sistema de
Gestión de la Calidad y la Gestión Documental ya que se complementan con sus directrices, ya
que además de incidir directamente en su gestión administrativa, también se verá reflejado en
la prestación de sus servicios y la satisfacción de los usuarios.

Capítulo I. Planteamiento Problema

1.1. Problema de investigación
A través de los años el establecimiento de los Sistemas de Gestión de Calidad demanda
un creciente fortalecimiento en las empresas del sector público y privado en Colombia sin
distinción de su actividad comercial. Dado que las entidades estatales han empezado a
implementar y realizar cambios significativos en su Sistema de Gestión de Calidad, a través
del Modelo Integrado de Planeación y Gestión que sirve para hacer seguimiento, evaluación, y
control de la gestión en las entidades públicas, este modelo se encuentra reglamentado por el
Decreto 1499 (Decreto 1499, 2017), que a su vez sufrió una actualización con la (Ley
1753,2015, art.11), donde integran dos métodos en un solo Sistema de Gestión. En primer
lugar, el Sistema de Desarrollo Administrativo respaldado por la (Ley 489, 1998) herramienta
que sirve para fortalecer la capacidad administrativa y el desempeño institucional, en segundo

lugar, el Sistema de Gestión de Calidad reglamentado en (Ley 872, 2003) que tiene la capacidad
de administrar y evaluar el desempeño institucional en términos de calidad y satisfacción social,
al mismo tiempo ordena que este nuevo Sistema de Gestión se encuentre articulado con el
Sistema de Control Interno en la (Ley 872, 2003), además procura que las actividades de una
entidad se realicen según lo determinado por el marco normativo.
Con respecto a la gestión documental para las entidades del estado o con funciones
públicas, en los últimos años se ha incursionado, fortalecido y establecido como obligatorio
cumplimiento a través de la (Ley 594, 2000) que tiene por objeto el establecer las reglas y
principios generales que regulan la función archivística del Estado y su administración desde
la producción hasta la conservación de los documentos, con el fin de salvaguardar la memoria
histórica del país y el acervo documental de las entidades.
Sus dos características especiales como base de desarrollo al SGC, es la necesidad de
documentar sus procesos ya que hacen parte de la gestión de la organización y la forma como
se aplican los procesos de calidad, esto permite una clara y visible forma de estructurar y definir
la información que se genera dentro de la entidad, a partir de documentar de forma específica
los procesos y procedimientos que son reflejo de las funciones que se llevan a cabo en cada
dependencia.
En este orden de ideas, la gestión documental debe ser considerada como base para la
implementación de un eficiente sistema de gestión de calidad, con el antecedente que aún no
se encuentra armonizado con este sistema que propende por la efectividad en todos los
procesos, desde que se crea el documento hasta su disposición final, esto origina que las
entidades no lleven una adecuada administración de los documentos que componen su
patrimonio documental conformado por soportes físicos, digitales, y electrónicos, entre otros,
y no puedan velar por la salvaguarda de su acervo documental a través del tiempo, se hace
imprescindible la gestión de su información documentada a partir del eficiente desarrollo en

los procesos que permitan medir la calidad de los productos y servicios que produzca cualquier
empresa.
Por lo señalado en los párrafos anteriores, surge como interrogante para esta
investigación ¿Qué elementos del Sistema de Gestión de Calidad definen la Gestión
Documental en el Fondo Rotatorio de la Policía?

1.2 Justificación
La normalización tiene como objetivo la elaboración de una serie de especificaciones
técnicas (conocidas como «normas» o «estándares») que son utilizadas por las organizaciones,
de manera voluntaria, como referencia para probar la calidad y la seguridad de sus actividades
y productos. En este aspecto, la normalización en la gestión documental contribuye a que las
organizaciones dispongan de sistemas de gestión de la información más eficientes y eficaces.
Lo interesante de seguir estas normas o estándares es su capacidad de demostrar y
garantizar, frente al cliente o usuario final, que el producto o servicio que se ofrece responde a
unos requisitos mínimos de calidad, diferenciándolo de otros. Un sistema normalizado es
siempre un sistema de mayor rigor, calidad y exigencia que otro que no esté normalizado, si
bien es cierto que esto exige de la organización un mayor esfuerzo de su personal y de medios
con los que se afronta la puesta en marcha y el mantenimiento del sistema, y sólo un
compromiso firme de la organización y de sus directivos puede permitir esto (Núñez, 2007).
Una norma es fundamentalmente un consenso, que pretende resolver un problema o
facilitar la actividad industrial o económica, alcanzado con garantía de participación de todas
las partes interesadas, y accesible al público (Brito, 2015).
Además, proporciona un punto de partida equitativo, promoviendo la competencia y la
innovación. Pero, para que existan normas y sean reconocidas como tales, es necesario que
encontrar un organismo o institución normalizadora que cumpla con dos condiciones básicas:

¿el reconocimiento de su autoridad en su ámbito; y los recursos económicos, humanos y
materiales para realizar el proceso normalizador (Bustelo, 2012). La Organización
Internacional de Normalización (ISO, por sus siglas en inglés) es uno de los organismos
normalizadores mejor posicionados a nivel internacional. Su prestigio se basa en estrictos
procedimientos de aprobación de normas y el reconocimiento internacional (Bustelo, 2012).
En los últimos años la gestión documental ha estado inmersa en un proceso de
sistematización y normalización como respuesta al aumento exponencial de los documentos
generados en las organizaciones, y por la generalización del uso de documentos electrónicos.
El comercio y la administración electrónica, junto a la legislación asociada a estas actividades,
han evidenciado la necesidad de estándares, normas y recomendaciones para una correcta y
eficiente gestión de la documentación.
Cabe destacar que la normalización en gestión documental no se centra exclusivamente
en el diseño de sistemas de gestión, sino que va mucho más allá. Existen normas ISO sobre
prácticamente todos los aspectos de la gestión documental, desde la captura o la digitalización
pasando por la descripción, las evidencias electrónicas, los repositorios virtuales, la
preservación digital, o la destrucción. Se podría afirmar que existe una o varias normas para
cada fase del ciclo de vida de los documentos. Si bien es cierto que no es necesario trabajar con
todas ellas para disponer de un sistema de gestión documental funcional, práctico y eficiente,
sí resultan de gran utilidad como instrumentos de trabajo y así es como deberían entenderse
(Casadesús de Mingo, 2017).
Todas las actividades de una organización implican riesgos (AENOR, 2010) y todas las
actividades de una organización conllevan el uso de documentos e información. Por tanto,
resulta fundamental asociar la gestión documental a la gestión del riesgo. De hecho, uno de los
beneficios de trabajar de acuerdo con los estándares de gestión documental es la posibilidad de
contribuir a la prevención de riesgos de las actividades de la organización (AENOR, 2016). La

información y los documentos son la base de cualquier trámite que se lleve a cabo en una
organización. Cualquier riesgo que afecte a la calidad de dichos documentos plantea, por tanto,
una amenaza para la efectiva realización de las operaciones, así como para el cumplimiento
con los objetivos fijados (Lemieux, 2004).
Por lo tanto, la normalización es un aspecto importante en la gestión documental y que
contribuye a que las organizaciones dispongan de sistemas de gestión de la información más
eficientes y eficaces. Este y muchos beneficios más, tales como mayor productividad, ahorro
de tiempo, homologación y disminución de costos, hacen que realizar análisis de las normas
seleccionadas frente a la gestión documental traiga un impacto positivo en cualquier
organización y por ende en el Fondo Rotatorio de la Policía que es la entidad objeto de este
estudio.
1.3

Objetivos

1.3.1. Objetivo General
Análisis de las normas ISO 9001:2015, NTC 14001:2015, ISO 45001-2018,
NTC-ISO-IEC 27001 frente a la gestión documental del Fondo Rotatorio de la Policía.
1.3.2. Objetivos específicos


Describir las características de las normas ISO 9001:2015, ISO 45001-2018, NTC
14001:2015, NTC-ISO-IEC 27001, frente a la gestión documental.



Comparar cada una de las normas frente a la gestión documental.



Identificar los elementos que definen la gestión documental frente a las normas.
Capítulo II. Marco Teórico
Se incluye el desarrollo teórico de los diferentes aspectos temáticos relacionados con

el proyecto. Especifica los principales autores que aportan elementos teóricos que
fundamentan este trabajo, definiendo las bases epistemológicas del proyecto y muestra

claramente, cada soporte teórico de cada elemento o categoría conceptual, expuesta en el
objetivo general.
2.1 Antecedentes
Como trabajos desarrollados en el contexto de las normas ISO, en el Programa de
Sistemas de Información, Bibliotecología y Archivística, se revisaron los siguientes
documentos, los cuales corresponden a estudios relacionados con la normatividad de gestión
de calidad. En este orden de ideas, en el trabajo de Calderón (2019), se realizó un comparativo
de las características comunes del proceso de aplicación de las Normas ISO 30300 y 30301,
evidenciándose un desarrollo y avance en la aplicación en el orden internacional de estas
normas, es así como el documento revisa la aplicación en España, Australia y Colombia, para
lo cual se consideraron los aspectos de implementación , creación y control de los registros
caso específico de la familia de normas ISO 30300, evidenciando que son múltiples los
beneficios obtenidos en la organización y tipificación de la gestión documental.
Así mismo, el trabajo reconoce la importancia de la regulación de los procesos dentro de
las instituciones, donde se determina que el cumplimiento de los requisitos legales y normativos
son fundamentales para la adecuada implementación de la gestión de calidad. También se
señala que la adecuada aplicación de las herramientas y procesos evidencian la fiabilidad,
autenticidad, integridad de los documentos de archivo producto de la gestión de las
instituciones para la adecuada planificación de políticas, objetivos, riesgos, procesos y control
en la creación, mantenimiento, disposición de los registros.
Desde otra perspectiva, Rojas Mosquera desarrolló un estudio comparativo entre la
norma ISO 9001 y la normatividad vigente para la conservación archivística, documento que
evidencia una visión particular para identificar de elementos comunes a partir de una
caracterización que evidencia una interacción entre la norma ISO y el contexto propiamente
archivístico (2017).

Es así como, el trabajo indica que una pieza fundamental es el Sistema de Gestión de
Calidad como recurso para el uso y resguardo de la información y de la documentación
producto de las actividades propias de las organizaciones, donde el seguimiento y la medición
de los lineamientos obligatorios señalados por la norma son esenciales para realizar los
procesos de planificación, evaluación, desempeño y mejora de la gestión documental.
2.2. Categorías conceptuales
Las categorías presentadas a continuación exponen los elementos y características más
sobresalientes para el tratamiento de la información relacionada con la normatividad y la
calidad. Por lo tanto, se desarrollan las normas ISO, la gestión documental y certificación, lo
anterior permitirá comprender mejor las bases que el proyecto pretende determinar para su
posterior análisis y aplicación.
2.2.1 Las normas ISO
La Norma Internacional (ISO 9001, 2015) promueve la adopción de un enfoque a
procesos al desarrollar, implementar y mejorar la eficacia de un sistema de gestión de la calidad,
para aumentar la satisfacción del cliente mediante el cumplimiento de los requisitos del cliente.
Esta norma se ha ido enriqueciendo en cada una de sus revisiones (años 1994, 2000, 2008,
2015) e incorporar elementos y principios que en materia de gestión empresarial aportan los
expertos a nivel mundial. En este caso, se evidencia el énfasis en aspectos relacionados con la
gestión de la información, el conocimiento, la innovación y el aprendizaje organizacional.
Esta herramienta se basa la aplicación de un enfoque a procesos lo que permite
a la organización controlar las interrelaciones e interdependencias entre los procesos del
sistema a optimizar, dado que el enfoque a procesos implica la definición y gestión sistemática
de los procesos y sus interacciones, con el fin de alcanzar los resultados previstos de acuerdo
con la política de

calidad y la dirección estratégica de la organización, esta Norma

Internacional emplea el enfoque a procesos, que incorpora el ciclo Planificar-Hacer-Verificar-

Actuar (PHVA) y el pensamiento basado en riesgos como aspecto novedoso. La ISO 9001,
está basado en la confianza, respecto a la capacidad de una organización de proporcionar
productos y servicios conformes, para facilitar el comercio mundial y contribuir al desarrollo
económico y social (Croft, 2015).
Por otro lado, la norma ISO 45000:2018 especifica los requisitos para un Sistema de
Gestión de la Seguridad y Salud en el trabajo, y proporciona orientación para su uso, para
permitir a las organizaciones proporcionar lugares de trabajo seguros y saludables previniendo
las lesiones y el deterioro de la salud relacionados con el trabajo, así como mejorando de
manera proactiva su desempeño de la SST.
Esta norma tiene como característica desarrollarse de manera compatible, o bajo el
contexto de la ISO Internacional, son normas de alto impacto (ISO 9001: 2015 e ISO
14001:2004, (ambiental) facilitando de esta manera que su integración sea voluntaria por parte
de las organizaciones y estas lleguen a un punto de convergencia. Uno de los principales
cambios de la norma es que aborda la estructura de alto nivel al igual que las otras normas ISO,
además que dentro de sus beneficios está el brindar a las entidades la oportunidad de que alineen
su dirección estratégica con su Sistema de Gestión de Seguridad y Salud en el Trabajo.
De acuerdo con lo señalado por Rodríguez (2010), la protección de la salud y seguridad
de los trabajadores se logra a través de tres grandes áreas de conocimiento que, de manera
entrelazada, permiten adecuar el medioambiente y los métodos de trabajo a las capacidades de
los individuos: ergonomía, higiene y seguridad industrial., en otras palabras las buenas
prácticas en la gestión de la seguridad y la salud ocupacional conducen a mejores niveles de
satisfacción laboral entre los empleados de una organización (Sembe y Ayuo, 2017), además,
que esta norma cobra una gran relevancia en el desempeño en materia de seguridad y salud en
el trabajo.

Para abordar el origen del modelo ISO 14001 el autor Quijano (2009), afirma que en la
década de los 90, en consideración a la problemática ambiental, muchos países comenzaron a
implementar sus propias normas ambientales variaciones significativas de un país a otro. Por
esta razón, se hacía necesario tener un indicador universal que evaluara los esfuerzos de una
organización por alcanzar una protección ambiental confiable y adecuada.
La norma ISO 14001: 2015 estipula los requisitos para un sistema de gestión ambiental
que una organización puede usar para mejorar su desempeño ambiental. La norma internacional
está prevista para uso por parte de una organización a fin de establecer su responsabilidad
ambiental de una forma sistemática que contribuya con el medio ambiente y la sostenibilidad,
en este sentido se puede articular con las normas ISO 9001:2015, ISO 45001:2015 y la NTCISO-IEA 27001 para implementar un Sistema Integrado de Gestión.
También la norma NTC- ISO 14001 promueve dentro de las organizaciones los
Sistemas de Gestión Ambiental resaltando el cuidado del medio ambiente, asimismo a
responder por las condiciones ambientales cambiantes, en equilibrio con las necesidades
socioeconómicas. La norma tiene como característica especificar requisitos que permiten a la
organización el logro de los resultados previstos que se han establecido para su sistema de
gestión ambiental, a su vez puede brindar a la alta dirección información para generar el éxito
a largo plazo y crear opciones para contribuir al desarrollo sostenible para la protección del
medio ambiente.
El nivel de detalle y complejidad del sistema de gestión ambiental variará dependiendo
del contexto de la organización, el alcance de su sistema de gestión ambiental, sus requisitos
legales y otros requisitos y la naturaleza de sus actividades, productos y servicios, incluidos sus
aspectos y los impactos ambientales asociados.
De otra parte, la NTC-ISO-IEA 27001 ha sido elaborada para proveer requisitos para el
establecimiento, implementación, mantenimiento y mejora continua de un sistema de gestión

de la seguridad de la información, la adopción de un sistema de gestión de seguridad de la
información es una decisión estratégica para una organización (ISO 27001, 2013).
Hoy son evidentes los riesgos informáticos, las organizaciones están expuestas por tal
razón es necesario adoptar un Sistema de Gestión de la información (SGSI) que permita evaluar
de manera eficaz de disminuir riesgos o amenazas que pongan en peligro la información de las
organizaciones ya sean públicas o privadas. Así mismo, esta norma se relaciona con la ISO
30300 de gestión documental, la 30301 información y documentación, sistemas de gestión de
registros, ISO 22301 de continuidad del negocio y la ISO/IEC 20000, de gestión de servicios
TI (Tecnología de la Información), y la ISO 22301 que trabaja el tema de la seguridad en la
empresa desde una perspectiva más general y global, tratando de asegurar la continuidad del
negocio, de ahí que esta norma se encuentra alineada con los Sistemas de Gestión mencionados
anteriormente.
2.2.2 Gestión documental
En el contexto colombiano la (Ley 594, 2000), desarrollada por el Archivo General de la
Nación define gestión documental como “Conjunto de actividades administrativas y técnicas
tendientes a la planificación, manejo y organización de la documentación producida y recibida
por las entidades, desde su origen hasta su destino final, con el objeto de facilitar su utilización
y conservación”. Esto hace referencia a las buenas prácticas de la función archivística que
deben emplear las entidades públicas y privadas con funciones públicas en Colombia, en lo
concerniente a la administración, aplicación del ciclo de vida y conservación de su patrimonio
documental para el mejoramiento de sus funciones.
Para tener una visión más amplia del término gestión de documentos Zapata Cárdenas
(2005), plantea que: “para las generaciones modernas de archivistas, puede resultar
sorprendente que el término gestión de documentos tenga su génesis con posterioridad a la
finalización de la segunda guerra mundial” (p.102)

La evolución del término se puede dividir en tres fases o momentos, cada uno implicó un
aporte conceptual al alcance y permitió llegar a definir una subdisciplina de la archivística con
su propio objeto, fin y método de estudio. La primera fase tiene como característica que la
gestión de documentos se definió como la parte de la «administración aplicada a la tramitación
de los documentos administrativos». La segunda fase se fue agregando otros elementos a la
definición, que complementaron esta primera visión de la gestión de documentos; así, por
ejemplo, el Servicio del Archivo Nacional y Documentos de los Estados Unidos – NARA,
incluyó dentro de la definición del término (Zapata, 2005). Y posteriormente actividades
gerenciales como «la planificación, el control, la dirección y la organización a la creación de
los documentos, su mantenimiento y uso, así como su eliminación.
Russo (2009) afirma que: “la gestión documental es un conjunto de actividades
que permiten coordinar y controlar los aspectos relacionados con la creación, recepción,
organización, almacenaje, preservación, acceso y difusión de la documentación” (p.15). Esto
significa que se aportan habilidades, recursos y técnicas necesarias para el adecuado diseño y
despliegue de un sistema de gestión documental dentro de una organización. Además, en líneas
generales plantea la problemática que actualmente tienen las empresas al interior, y es que su
sistema de gestión documental no responde a las expectativas y necesidades actuales de la
organización, por lo tanto, es el momento de plantearse una nueva política de gestión
documental que sea capaz de crear, controlar y utilizar la información de la documentación de
la empresa con el objetivo de saber qué sucede planificar que hacer, y actuar en consecuencia
Russo (2009).
Mientras que para Cruz (2006) gestión de documentos se entiende como “el
conjunto de tareas y procedimientos orientados a lograr una mayor eficacia y economía en la
explotación de los documentos por parte de las organizaciones” (p.17). Dentro de esta línea el
autor instaura los principios que deben regir un Sistema de Gestión de Documentos y Archivo

en cualquier tipo de organización, circunstancia para el establecimiento de los componentes de
un sistema de gestión de documentos. Además, detallada los pasos o fases a seguir para poner
en marcha un sistema, como una investigación preliminar, el análisis de la actividad, la
identificación de las necesidades respecto a los documentos, valoración de los sistemas
existentes, identificación de las estrategias para satisfacer las necesidades de gestión de los
documentos, diseño de un sistema, implementación de un sistema, y revisión para medir la
efectividad del sistema de gestión (Cruz, 2006).
A grandes rasgos, la gestión de los documentos se considera como una herramienta
fundamental de la organización, quien quiera implementar este método, lo puede trabajar como
un proyecto estratégico, donde se definen las responsabilidades en toda la organización y de
cada uno de sus empleados, y donde los principales responsables de que se ponga en marcha la
viabilidad del proyecto son los profesionales de la información, para definir las perspectivas en
todos los aspectos de la gestión de los documentos, incluso el diseño, implementación y
mantenimiento de los sistemas y de sus operaciones, además de la formación continua de los
usuarios que integran la organización. Por tanto, la planificación debe dirigirse hacia la alta
dirección para que transversalmente sean asumidas y aplicadas las funciones en toda la
estructura organizativa.
Desde la perspectiva de Antonia Heredia Herrera (2008), la gestión documental es
transversal a todas las organizaciones, dado que corresponde a un proceso de integración de
elementos y actividades que dinamizan los procedimientos. Desde esta postura, la autora señala
que en la gestión documental
están integradas todas las funciones archivísticas reconocidas de antiguo no sólo
las tradicionales de recoger, conservar y servir sino las que afectan al tratamiento
documental y todas aquellas nuevas o dimensionadas como la valoración. Eso sí, siempre
interrelacionadas y en el marco de la racionalización y de la normalización –no sólo hay
que normalizar la descripción– con fines de economía y eficacia en aras del servicio. No
olvidemos nunca que nuestro objetivo último es el servicio –que hay que cuantificar– y
este servicio es difícil que se articule sin archiveros (Heredia Herrera, 2008, p. 48).

2.2.3 Certificación
Gallego y Gutiérrez (2016), enuncia en su obra que la definición de certificación es
únicamente un mecanismo para evidenciar públicamente la voluntad de la empresa de adaptar
sus productos o servicios a los requisitos de sus clientes, aumentando su satisfacción, mediante
un proceso de mejora continua que la ayude a ser más competitiva en el mercado.

En un

segundo análisis de la definición, se entiende por certificación “la acción de acreditar, por
medio de un documento emitido por un organismo autorizado, que un determinado sistema,
producto o servicio cumple los requisitos definidos por una norma” (Gallego, Gutiérrez, 2016,
p.14). Para que tenga éxito, un sistema de certificación ha de ser objetivo, imparcial, fiable y
aceptado por todas las partes interesadas.
Desde la perspectiva de Aenor, la certificación corresponde a un: “proceso llevado a cabo
por una entidad reconocida como independiente de las partes interesadas, mediante el que se
manifiesta la conformidad de una determinada empresa, producto, proceso, servicio o persona
con los requisitos definidos en normas o especificaciones técnicas” (2020)
Para Icontec la certificación corresponde a un:
elemento diferenciador en el mercado ya que mejora la imagen de los productos
y/o servicios ofrecidos, favorecen su desarrollo y afianzan su posición, permitiéndoles
ganar cuota de mercado y acceder a mercados internacionales gracias a la confianza que
ésta genera ante los clientes y consumidores. A nivel de gestión interna de la
organización, la certificación sirve como un medio para mantener y mejorar la eficacia y
adecuación de los sistemas de gestión, pone de manifiesto los puntos de mejora, aumenta
la motivación y participación de personal, y promueve el uso eficiente de los recursos
(Icontec, 2020)

De acuerdo con las cifras de certificación de I Icontec, citadas por Castillo Pinzón
(2010), la mayoría de las empresas que cuentan con este modelo, ya certificaron ISO 9001 e
ISO 14001 a través de sistemas combinados integrados o sistemas combinados no integrados.
Para la generación de la certificación se debe dar cumplimiento con los requisitos contractuales
que suscriben la Organización e Icontec y que rigen la certificación de los Sistemas de Gestión,

así como del esquema FSSC 22000 que sean aplicables, tanto para la Organización como para
Icontec se incluyen en el ES-R-SG-01-A-001.
Para solicitar la certificación, la Organización debe suministrar, en forma precisa y
fidedigna, a través de un representante autorizado, la información necesaria requerida por
Icontec en el formulario de solicitud. Esta información debe incluir: el alcance en términos del
tipo de actividades, productos y servicios, según sea el caso en cada sitio, sin ser engañoso o
confuso; clase de producto o servicio; documento normativo de requisitos del sistema de
gestión con el cual se solicita la certificación; ubicación y dirección de los sitios permanentes
donde se desarrollan las actividades bajo el alcance del sistema de gestión, y los procesos a
intervenir, como trabajo fuera del sitio u otra información requerida en el formulario de
solicitud.
Si es necesario, el ICONTEC puede requerir una ampliación o aclaración para
determinar el tiempo de las auditorías y preparar la propuesta del servicio. El representante
legal autorizado debe firmar el contrato, en señal de aceptación de la propuesta y de las
condiciones de la certificación indicadas en el reglamento. Deberá suministrarse, de manera
oportuna la información documentada requerida por el auditor líder y/o el equipo auditor,
necesaria para tomar medidas en la auditoría y elaborar el plan. Esta información se suministra,
antes de cada auditoría y, adicionalmente, se presentan las evidencias válidas que permitan
demostrar el cumplimiento de los requisitos exigidos para el sistema de gestión; así mismo es
necesario facilitar el acceso del equipo auditor a todos los procesos y áreas, a la información
documentada y al personal correspondiente del sistema de gestión para el cual solicita o posee
el certificado y designar un responsable para la coordinación de las actividades con Icontec.
Cabe señalar que, es necesario informar al equipo auditor acerca de los riesgos
a los cuales se expone, basada en las características de los procesos de la Organización, así
como los procedimientos que el equipo auditor debe cumplir en sus instalaciones, lo anterior

con el fin de prevenir daños a los integrantes del equipo auditor o a las personas o equipos de
la Organización. Es necesario señalar la participación de equipos evaluadores de organismos
de acreditación, en calidad de observadores, en las auditorías testificadas que dichos
organismos seleccionen como parte de sus actividades de acreditación. La organización debe
permitir la participación en las auditorías de todas las personas que conforman el equipo auditor
y de los auditores observadores y que haya designado Icontec.
La organización debe permitir la realización de actividades para mantener la competencia
de los auditores de Icontec las cuales pueden incluir, el llevar a cabo monitoreos o
testificaciones, durante las auditorías en sitio. La organización debe pagar, dentro de los plazos
estipulados, las facturas que Icontec le presente, por concepto de los servicios de auditoría y
certificación y demás correspondientes. Es de aclarar que no se debe reproducir parcial o
totalmente los documentos suministrados por Icontec, ni permitir el acceso a estos documentos
por parte de terceros diferentes a las autoridades competentes. La organización debe enviar el
plan de acción que incluya las correcciones que permitan solucionar la no conformidad y las
acciones correctivas que eliminen las causas de la no conformidad, cuando se presenten no
conformidades durante la auditoría, por el no cumplimiento de un requisito del referencial de
certificación auditado o del Reglamento de la Certificación Icontec de Sistemas de Gestión (RSG-001).
La Organización debe enviar el plan de acción para la revisión y la aprobación por el
auditor líder de Icontec, máximo quince (15) días después de la reunión de cierre de la auditoría.
En los casos en que el auditor solicite ajustes a los planes de acción propuestos por la
organización, estos deben realizarse en un plazo no mayor a diez (10) días. Las aprobaciones
definitivas de los planes de acción correspondientes a las no conformidades tienen un de
máximo treinta (30) días contados a partir de la reunión de cierre de la auditoría. En caso de
incumplimiento de los plazos antes mencionados, Icontec procederá a enviar el informe a la

instancia de revisión y decisión, con concepto de no otorgamiento o de suspensión, o de no
ampliación o de no renovación del certificado, según sea aplicable.
En lo concerniente a las obligaciones de Icontec debe tratar, de manera confidencial, la
información obtenida de la organización, en relación con las actividades desarrolladas para la
gestión del certificado y usarla solamente para los fines relacionados con su gestión. En caso
de que la autoridad competente requiera esta información, Icontec informará por escrito a la
entidad. Icontec debe evaluar la evidencia que fundamenta, su decisión sobre la certificación,
y entregar los informes de las auditorías realizadas, de acuerdo con la fecha de finalización de
cada servicio, según sus resultados y comunicar al representante de la Organización la decisión
tomada, en relación con el otorgamiento, la ampliación, la reducción, la reactivación, la
renovación, la suspensión, la cancelación y cualquier otra decisión que se tome con respecto al
certificado.
ICONTEC debe desarrollar las acciones orientadas a mantener y preservar el buen
nombre de las certificaciones de sistemas de gestión, y de las organizaciones titulares de la
certificación. Debe expedir el respectivo certificado a la Organización, según se trate de
otorgamiento, renovación o siempre que se presente modificación del alcance del sistema de
gestión, incluyendo ampliación, reducción, debidamente sustentada en los resultados de las
auditorías realizadas y en concordancia con la correspondiente decisión tomada.
Capítulo III. Metodología de Investigación
En este capítulo, se incluyen los aspectos ya establecidos en el anteproyecto, realizando
los ajustes aplicados durante el desarrollo del estudio. Se contempla la información pertinente
para la consecución de los objetivos, tanto específicos como general, así como la
operacionalización de las variables. El diseño metodológico y las técnicas previstas son las
pertinentes en relación con los objetivos y resultados esperados.
La metodología o diseño metodológico plantea la idea de un camino o un procedimiento

que permite alcanzar los objetivos de la presente investigación. De hecho, “etimológicamente
la palabra método se entiende de esa manera, puesto que se compone de las partículas metá
(más allá) y odós (camino)” (Niño, 2011, p. 27). Implica entonces la concreción de unos pasos
que, ejecutados en determinado orden, llevan al logro de los objetivos propuestos.
3.1 Enfoque
La investigación se desarrolló bajo el enfoque cualitativo, en el mismo sentido en que es
planteado por Martínez (2004), en el que se “trata de identificar, básicamente, la naturaleza
profunda de las realidades, su estructura dinámica, aquella que da razón plena de su
comportamiento y manifestaciones” (p. 128) Abordar en este caso particular estudio de caso
análisis de las normas ISO 9001:2015, NTC-OHSAS 18001, NTC 14001:2015, NTC-ISO-IEC
27001.frente a la gestión documental del Fondo Rotatorio de la Policía”, razón por la cual este
trabajo se configura desde este enfoque.
En este sentido, es importante señalar que desde lo cualitativo se estudia la realidad en
su contexto original dado es un estudio de la realidad en su contexto innato, es decir que permite
el análisis e interpretación del significado de datos para representar una serie de cualidades
(Cruz del Castillo, Olivares y González, 2014) o caracterización es un hecho particular que se
define dentro de un espacio de tiempo definido.
3.2 Tipo de Investigación
El proceso se trabajó desde lo analítico, que para Hurtado (2000) “la investigación
analítica tiene como objetivo analizar un evento y comprenderlo en términos de sus aspectos
menos evidentes. La investigación analítica incluye tanto el análisis como la síntesis” (p. 255).
Analizar significa desintegrar o descomponer una totalidad en todas sus partes. Síntesis
significa reunir varias cosas de modo que conformen una totalidad coherente, dentro de una
comprensión más amplia de la que se tenía al comienzo.

Razón por la cual el autor, señala que lo analítico corresponde al descomponer para
identificar y reorganizar, lo cual implica la creación o conformación de nuevas relaciones o
patrones que se encuentren durante el proceso de análisis y con los cuales se van a evidenciar
resultados que permiten la agrupación de otros criterios o significados (Hurtado, 2000).
3.3 Método de Investigación
Como método se estableció desde un estudio de caso, que se define como investigación
que estudia un fenómeno contemporáneo dentro de su contexto real, en la que los límites entre
el fenómeno y el contexto no son claramente visibles, y en la que se utilizan distintas fuentes
de evidencia. Por ello, el estudio de casos es una metodología de investigación ampliamente
utilizada en el análisis de las organizaciones por las distintas disciplinas científicas (Bell,
Bryman & Harley, 2019).
Tomando en cuenta estos aspectos el estudio de caso se realiza dentro del entorno real
del Fondo de la Policía Nacional, lo que evidente se constituye en un estudio de único caso que
combina “distintos métodos para la recogida de evidencia cualitativa y/o cuantitativa con el fin
de describir, verificar o generar teoría” (Martínez, 2006, p. 174).
3.4 Técnica de investigación
Para la ejecución del trabajo, se estableció el análisis de contenido como técnica para el
análisis de la información correspondiente que a partir de lo señalado por Carhuancho Mendoza
(2019), busca el descubrir la significación de un texto, de un artículo, básicamente establece el
clasificar o codificar diversos elementos en categorías para registrar una adecuada información
pertinente con el tema de análisis.
Para Rizo Madariaga (2015), es un procedimiento científico, un proceso sistemático de
indagación, recolección, organización, análisis e interpretación de información o datos en torno
a un determinado tema.
3.5 Instrumentos de investigación

Para el análisis de la información se trabajó con una matriz de análisis y un cuadro
comparativo que en opinión de Hurtado (2000), corresponden a instrumentos pertinentes para
deben ser: fácil de ser leído, corregido, diferenciador y que permitan obtener informaciones de
alto nivel de credibilidad que sirvan de base a la investigación, comparaciones de procesos,
grupos para determinar diferencia so similitudes de las relaciones establecidas para el análisis
de las normas objeto de la investigación.
3.6. Fases de la Investigación
Como fases para el desarrollo de la investigación, se establecieron los siguientes aspectos,
tomados a partir de lo señalado desde los objetivos específicos. Lo cual se evidencia en el
Anexo A
Fase 1. Descripción de las características de las normas ISO 9001:2015, ISO 450012018, NTC 14001:2015, NTC-ISO-IEC 27001, frente a la gestión documental.
Para el desarrollo de esta fase, se llevó a cabo un análisis independiente de cada norma,
de tal manera que se pudieran establecer las características comunes o afines con la gestión
documental.

Es evidente que el término no aparece propiamente, lo que hizo fue una

verificación de actividades propias. En el Anexo A se encuentra un cuadro donde se revisaron
todas las características de las normas en conjunto, a partir de lo cual fue posible elaborar una
revisión independiente para la gestión documental, la cual se explica en el capítulo de análisis
de información.
Fase 2. Comparación de cada una de las normas frente a la gestión documental.
En esta fase se elaboró un cuadro comparativo entre las normas, a partir del cual se
establecieron los elementos que hacían referencia únicamente a la gestión documental. Ver
Anexo A.
Este cuadro permitió el definir las partes o secciones de la norma, establecida
específicamente para el contexto de gestión documental, es así como la información trabajada

en el Anexo A, se evidencia en forma separada para cada norma. Datos que se encuentran
ubicados en el capítulo de análisis de información.
Fase 3.- Identificación de los elementos que definen la gestión documental frente a las
normas.
Tomados los elementos de la fase 1 y 2 se unen para desarrollar la identificación propia
frente a las normas. Lo cual pretende facilitar los procesos de implementación y posterior
puesta en marcha.
3.7 Población objeto de la investigación
3.7.1. Fondo Rotatorio de la Policía Nacional
El Fondo Rotatorio de la Policía tiene por objeto fundamental desarrollar la
política de planes relacionados con la adquisición e importación de bienes y servicios,
construcción de estaciones de Policía y otras obras, confección de uniformes, además del
desarrollo de programas de crédito para el personal de la Policía Nacional. (Fondo Rotatorio,
2020).
El 6 de agosto de 1954 inicia actividades el Fondo Rotatorio de la Policía mediante
Decreto No. 2361 con el fin de contribuir desarrollo de planes, programas y proyectos del
Gobierno respecto a la Policía y su personal, orientados a satisfacer sus necesidades, comenzó
su labor de apoyo logístico a la Policía Nacional desde sus instalaciones localizadas en la Calle
17 No. 4 - 95.
Misión. El Fondo Rotatorio de la Policía garantiza la prestación de un servicio efectivo,
oportuno y de calidad, fundamentado en el desarrollo de los procesos y las actividades
comerciales, que apoyen al funcionamiento de la Policía Nacional, sector defensa y entidades
del Estado, para contribuir a la consolidación de la seguridad y la paz en Colombia .
Visión. Al año 2030, el Fondo Rotatorio de la Policía será uno de los referentes en la
prestación

de

servicios;

adquisición,

producción,

comercialización,

distribución,

nacionalización y representación de bienes con los más altos estándares de calidad y
oportunidad, para responder a los requerimientos de la Policía Nacional, sector defensa y
entidades estatales; comprometido con el sistema de gestión integral, soportado en la integridad
y profesionalismo de su talento humano. (Fondo Rotatorio, 2020).
Capítulo IV. Análisis de la Información
En este capítulo, se procesaron los datos obtenidos en el desarrollo del trabajo de grado,
el tipo de pruebas estadísticas aplicadas y las comparaciones propuestas para validar la
hipótesis. El análisis de la información desarrollado se divide en diferentes partes con el fin de
cumplir con los objetivos del estudio.
4.1 Descripción de las características de las normas ISO 9001:2015, ISO 450012018, NTC 14001:2015, NTC-ISO-IEC 27001, frente a la gestión documental
En esta parte se realiza el análisis con la correspondiente descripción de las
características de las normas ISO 9001:2015, ISO 45001-2018, NTC 14001:2015, NTC-ISOIEC 27001. frente a la gestión documental (Ver Anexo A). En este análisis se caracteriza, la
división de las cuatro normas bajo los diez aspectos determinados para la estructura de la
norma, según la ISO, en:


Objeto y campo de aplicación



Referencias normativas



Términos y condiciones



Contexto de la organización



Liderazgo



Planificación



Apoyo



Operación



Evaluación de desempeño



Mejora

Por otra parte, en cuanto a la comparación de las normas objeto del estudio frente a la
gestión documental puede afirmarse lo siguientes aspectos:
La Planeación, es una actividad esencial que sirve para establecer, implantar, mantener,
y mejorar de forma continua un Sistema de Gestión de Calidad, es así como los procesos y
procedimientos juegan un papel importante para el desarrollo de actividades que conduzcan a
criterios y métodos para generar su ejecución, controlar su eficacia y mantener la mejora
continua, es de aclarar que esta actividad se encuentra presente, en las normas ISO 9001:2015,
NTC 14001:2015, ISO 45001-2018, y NTC-ISO-IEC 27001.
Por consiguiente, para el contexto de la Gestión Documental, es precisamente en el
Decreto 1080 del 2015, y específicamente en el Artículo 2.8.2.5.9. Procesos de la gestión
documental, que señala a la planeación como un
“conjunto de actividades encaminadas a la planeación, generación y valoración
de los documentos de la entidad, en cumplimiento con el contexto administrativo, legal,
funcional y técnico. Comprende la creación y diseño de formas, formularios y
documentos, análisis de procesos, análisis diplomático y su registro en el sistema de
gestión documental” (Decreto 1080, 2015).

En las normas ISO 9001:2015, NTC 14001:2015, ISO 45001-2018, se especifica en el
capítulo 7. Creación y actualización, que la entidad debe definir pautas de la elaboración,
responsabilidades, estándares y controles necesarios de documentos y registros con el fin de
mantenerlos actualizados, contrario a la norma NTC-ISO-IEC 27001, ya que esta no lo
contempla, mientras que en el Decreto 1080 del 2015 señala que la creación y diseño de formas
como tarea esencial para dar inicio a la revisión y valoración teniendo en cuenta el contexto
legal, técnico, funcional, misional y objetivos estratégicos de la entidad, que coadyuvará a la
implementación de estrategias en lo referente a la gestión documental.
Para aclarar el tema acerca de la producción y la gestión y el trámite las normas ISO
9001:2015, NTC 14001:2015, ISO 45001-2018, evidencian en el literal b del capítulo 7 ya que

planea la producción documental y la gestión y el trámite mediante el formato, asimismo,
intrínsecamente detalla el idioma, versión del software, gráficos, y medios como el soporte
físico, y electrónico.
La Producción, en el Decreto 1080 de 2015, parte b del Artículo 2.8.2.5.9 como las
“actividades destinadas al estudio de los documentos en la forma de producción o ingreso,
formato y estructura, finalidad, área competente para el trámite, proceso en que actúa y los
resultados esperados” (Decreto 1080, 2015).
Llama la atención que la NTC ISO 450001, en el numeral 6.1.2 Identificación de
peligros y evaluación de los riesgos y oportunidades, evidencia la necesidad de realizar
actividades propias para la conformación de documentos aseguren el diseño de productos y
servicios.
Gestión y trámite, en el Decreto 1080 de 2015, parte c, es definido como el
conjunto de actuaciones necesarias para el registro, la vinculación a un trámite,
la distribución incluidas las actuaciones o delegaciones, la descripción (metadatos), la
disponibilidad, recuperación y acceso para consulta de los documentos, el control y
seguimiento a los trámites que surte el documento hasta la resolución de los asuntos
(Decreto 1080, 2015).

Este lineamiento toma una gran relevancia ya que se debe analizar el documento en un
sentido integral, es decir como incide en los procesos de la entidad, o en pocas palabras lo cita
como un “Conjunto de actuaciones necesarias para el registro, la vinculación a un trámite, la
distribución incluidas las actuaciones o delegaciones, la descripción (metadatos), la
disponibilidad, recuperación y acceso para consulta de los documentos, el control y
seguimiento a los trámites que surte el documento hasta la resolución de los asuntos.
Es necesario indicar que las instrucciones señaladas en la ISO 9001, tanto en las otras
normas hacen referencia al numeral 7.5. información documentada, que incluye evidentemente
el uso adecuado de elementos de descripción e identificación de la información, siendo
nombrados el título, fecha, autor o número de referencia, que son elementos básicos para la

gestión y recuperación de datos e información dentro y fuera de la entidad, además de garantizar
una operación adecuada y pertinente para la información que evidencia la operación de una
entidad.
Organización. El Decreto 1085 de 2015 en el proceso de la organización lo define
como un “conjunto de operaciones técnicas para declarar el documento en el sistema de gestión
documental, clasificarlo, ubicarlo en el nivel adecuado, ordenarlo y describirlo adecuadamente”
(Decreto 1080, 2015). Esto indica que hace que se realice una revisión exhaustiva del acervo
documental de la entidad ya que se analiza el fondo, serie, subserie, tipo documental proceso
al que pertenece, tiempo de retención de los documentos, esto con el fin de establecer el ciclo
vital de los documentos.
En este mismo sentido, la ISO 9001 señala la necesidad de garantizar la identificación,
la descripción, el uso de formatos, así como la revisión y aprobación de los diversos soportes
que garantizan la información o la gestión de la operación de una entidad.
La norma NTC-ISO-IEC 27001 menciona en lo concerniente a la retención en el
capítulo 4.3.2 Control de documentos literal f, que se debe asegurar que los documentos estén
disponibles para quienes los necesiten, y que se apliquen los procedimientos pertinentes, de
acuerdo con su clasificación, para su transferencia, almacenamiento y disposición final.
Transferencia. El Decreto 1085 de 2015 lo define como un “Conjunto de operaciones
adoptadas por la entidad para transferir los documentos durante las fases de archivo,
verificando la estructura, la validación del formato de generación, la migración, refreshing,
emulación o conversión, los metadatos técnicos de formato, los metadatos de preservación y
los metadatos descriptivos” (Decreto 1080,2015). Se deben tener en cuenta los lineamientos o
políticas establecidas internas de transferencia en la entidad, y generar el trámite para el traslado
de la documentación una vez se haya cumplido el tiempo de retención de los documentos de
archivo. En este sentido la ISO 9001, señala específicamente un aspecto en el numeral 7.5.3.2

en cuanto a lo relacionada con el garantizar la operación le sistema de gestión de calidad.
Aspecto básico para evidenciar la operación de una entidad.
Las normas ISO 9001:2015, NTC 14001:2015, ISO 45001-2018, en capítulo 7 Control
de la información documentada se concatenan de forma articulada hablando de la conservación
y disposición documental, de otra parte, la norma NTC-ISO-IEC 27001 lo considera como
disposición final. Así que la Disposición de los documentos en el Decreto 1085 de 2015 lo
define como “Selección de los documentos en cualquier etapa del archivo, con miras a su
conservación temporal, permanente o a su eliminación, de acuerdo con lo establecido en las
tablas de retención documental o en las tablas de valoración documental” (Decreto1080, 2105).
La norma ISO 9001, hace referencia en el numeral 7.5.3.2 al uso de la información, la cual
deberá está disponible tomando para ello el regular la protección y evitar el uso inadecuado de
lo registrado por el sistema de gestión.
Este proceso permite hacer un monitoreo y control a cada documento con el fin de hacer
seguimiento al ciclo vital de los documentos, con el fin de establecer pautas adecuadas para
llevar a cabo la eliminación de los documentos de archivo.
Las normas ISO 9001:2015, NTC 14001:2015, ISO 45001-2018 en el capítulo 7 Control
de la información documentada estipulan el almacenamiento y preservación, incluida la
preservación de la legibilidad mientras que la norma NTC-ISO-IEC 27001 no lo contempla.
Preservación a largo plazo, a largo plazo como lo indica el Decreto 1080 de 2015 es un
“conjunto de acciones y estándares aplicados a los documentos durante su gestión para
garantizar su preservación en el tiempo, independientemente de su medio y forma de registro o
almacenamiento” (Decreto 1080,2015). Son todos los procedimientos, tácticas y requerimientos
que se deben llevar a cabo durante todo el procedimiento de gestión documental y archivo.
La norma ISO 9001 (ISO, 2015), relaciona el numeral de Información Documentada
(7.5) la necesidad de exigir un control en cuanto a la preservación de la información y de la

legibilidad de las actividades que la organización registre en su sistema, aspecto que recobra
importancia para el contexto de la gestión documental (7.5.3.2) (NTC ISO 9001, 2015).
Y por último la valoración es definida como un proceso continuo “que inicia desde la
planificación de los documentos y por medio del cual se determinan sus valores primarios y
secundarios, con el fin de establecer su permanencia en las diferentes fases del archivo y
determinar su destino final (eliminación o conservación temporal o definitiva)”.
Básicamente la relación principal de la gestión se encuentra inmersa en la Norma ISO
9001, en el numeral 7.5 información documentada que hace relación, específica al sistema de
gestión de la calidad como requisito para que toda entidad aplique, donde además se determina
la eficacia necesaria el sistema, es importante señalar que no importa el tipo de entidad o el
tamaño.
Desde otro punto de vista en la norma ISO 9001, se determina el control de la
información documentada, referido a su disponibilidad, a su protección adecuada, garantizando
para ello la integridad y su confidencialidad.
4.2 Comparación de cada una de las normas frente a la gestión documental
A continuación, se presenta la tabla comparativa elaborada para la representación de las
normas con la gestión documental.
Tabla 1. Comparativo Normas ISO y Gestión

Tabla 1. Análisis comparativo normas ISO 9001, ISO 45001 e ISO 27001

Categoría

ISO 9001:2015 Sistema de Gestión de la
Calidad

NTC 14001:2015 Sistema de gestión
ambiental.

ISO 45001-2018 Sistemas de Gestión de
la Seguridad y Salud en el trabajo

NTC-ISO-IEC 27001 Tecnología de la
información. Técnicas de seguridad.
Sistemas de gestión de la seguridad de
la información.

|
NUMERAL: 7.5

7.5.1 Generalidades
El sistema de gestión de la calidad
de la organización debe incluir:
a) la información documentada
requerida por esta Norma Internacional;

7.Apoyo

b) la información documentada
que la organización determina como
necesaria para la eficacia del sistema de
gestión de la calidad.
NOTA La extensión de la
información documentada para un sistema
de gestión de la calidad puede variar de una
organización a otra, debido a:
— el tamaño de la organización y
a su tipo de actividades, procesos,
productos y servicios;
— la complejidad de los procesos
y sus interacciones;

NUMERAL: 7.5

7.5 Información documentada.
7.5.1 Generalidades
El sistema de gestión ambiental de la
organización debe incluir:
a) la información documentada
requerida por esta Norma Internacional;
b) la información documentada que
la organización determina como necesaria
para la eficacia del sistema de gestión
ambiental.
NOTA La extensión de la
información documentada para un sistema de
gestión ambiental puede variar de una
organización a otra, debido a:
- el tamaño de la organización y su
tipo de actividades, procesos, productos y
servicios;
- la necesidad de demostrar el
cumplimiento de sus requisitos legales y otros
requisitos;
- la complejidad de los procesos y
sus interacciones, y

NUMERAL: 7.5

7.5 Información documentada
7.1.1Generalidades
El sistema de gestión de la SST
de la organización debe incluir:
la información documentada
requerida por este documento;
la información documentada que
la organización determina como necesaria
para la eficacia del sistema de gestión de la
SST.
NOTA La extensión de la
información documentada para un sistema
de gestión de la SST puede variar de una
organización a otra, debido a:
el tamaño de la organización y su
tipo de actividades, procesos, productos y
servicios;

Numeral 4.3 REQUISITOS DE
LA DOCUMENTACIÓN

4.3
Requisitos
de
documentación
4.3.1 Generalidades
La documentación del SGSI
debe incluir registros de las decisiones de
la dirección, asegurar que las acciones
sean trazables a las decisiones y políticas
de la gerencia, y que los resultados
registrados sean reproducibles.
Es importante estar en
capacidad de demostrar la relación entre
los controles seleccionados y los
resultados del proceso de valoración y
tratamiento de riesgos, y seguidamente,
con la política y objetivos del SGSI.
La documentación del SGSI
debe incluir:
a) declaraciones documentadas de la
política y objetivos del SGSI (véase el
numeral 4.2.1, literal b));
b) el alcance del SGSI (véase el
numeral 4.2.1, literal a))

—

la

competencia

de

las

personas.

- la competencia de las personas que
realizan trabajos bajo el control de la
organización.

la necesidad de demostrar el
cumplimiento de los requisitos legales y
otros requisitos;
la complejidad de los procesos y
sus interacciones;
la
trabajadores.

7.5.2 Creación y actualización
Al crear y actualizar la
información documentada, la organización
debe asegurarse de que lo siguiente sea
apropiado:
a) la identificación y descripción
(por ejemplo, titulo, fecha, autor o número
de referencia);
b) el formato (por ejemplo,
idioma, versión del software, gráficos) y los
medios de soporte (por ejemplo, papel,
electrónico);

c) la revisión y aprobación con
respecto a la conveniencia y adecuación.

7.5.2 Creación y actualización
Al crear y actualizar la información
documentada, la organización debe asegurarse
de que de lo siguiente sea apropiado:
la identificación y descripción (por
ejemplo, título, fecha, autor o número de
referencia);
b) el formato (por ejemplo, idioma,
versión del software, gráficos) y los medios de
soporte
(por ejemplo, papel, electrónico);
la revisión y aprobación con
respecto a la conveniencia y adecuación.
7.5.3 Control de la información
documentada
La
información
documentada
requerida por el sistema de gestión ambiental
y por esta Norma
Internacional se debe controlar para
asegurarse de que:
a) esté disponible y sea idónea para
su uso, dónde y cuándo se necesite;
b) esté protegida adecuadamente
(por
ejemplo,
contra
pérdida
de
confidencialidad, uso inadecuado, o pérdida
de integridad).

competencia

de

los

7.5.2 Creación y actualización
Al crear y actualizar la
información documentada, la organización
debe asegurarse de que lo siguiente sea
apropiado:
la identificación y descripción
(por ejemplo, título, fecha, autor o número
de referencia);
el formato (por ejemplo, idioma,
versión del software, gráficos) y los
medios de soporte (por ejemplo, papel,
electrónico);
la revisión y aprobación con
respecto a la conveniencia y adecuación.

c) los procedimientos y controles que
apoyan el SGSI;
d) una descripción de la
metodología de valoración de riesgos
(véase el numeral 4.2.1.
literal c));
e) el informe de valoración de
riesgos (véase el numeral 4.2.1, literales
c) a g));
f) el plan de tratamiento de
riesgos (véase el numeral 4.2.2, literal
b));
g)
Los
procedimientos
documentados
que
necesita
la
organización para asegurar la
eficacia de la planificación,
operación y control de sus procesos de
seguridad de
la información, y para describir
cómo medir la eficacia de los controles
(véase el
numeral 4.2.3, literal c));
h) Los registros exigidos por
esta norma (véase el numeral 4.3.3), y
i)
La
declaración
de
aplicabilidad.

7.5.3 Control de la información
documentada
7.5.3.1
La
información
documentada requerida por el sistema de
gestión de la calidad y por esta Norma
Internacional se debe controlar para
asegurarse de que:
a) esté disponible y sea idónea
para su uso, donde y cuando se necesite;
b) esté protegida adecuadamente
(por ejemplo, contra pérdida de la
confidencialidad, uso inadecuado o pérdida
de integridad).
7.5.3.2 Para el control de la
información documentada, la organización
debe abordar las siguientes actividades,
según corresponda:
a)
distribución,
acceso,
recuperación y uso;
b)
almacenamiento
y
preservación, incluida la preservación de la
legibilidad;

Para el control de la información
documentada, la organización debe abordar
las siguientes
actividades, según corresponda:
- distribución, acceso, recuperación
y uso;
- almacenamiento y preservación,
incluida la preservación de la legibilidad;
- control de cambios (por ejemplo,
control de versión);
- conservación y disposición.
La información documentada de
origen externo, que la organización determina
como necesaria
para la planificación y operación del
sistema de gestión ambiental, se debe
determinar, según sea apropiado, y controlar.
NOTA El acceso puede implicar una
decisión en relación al permiso, solamente
para consultar la información documentada, o
al permiso y a la autoridad para consultar y
modificar la información documentada.

7.1.3 Control
documentada

de

la

Información

La información documentada
requerida por el sistema de gestión de la
SST y por este documento se debe
controlar para asegurarse de que:
esté disponible y sea idónea para
su uso, dónde y cuándo se necesite;
esté protegida adecuadamente
(por ejemplo, contra pérdida de la
confidencialidad, uso inadecuado, o
pérdida de integridad).
Para el control de la información
documentada, la organización debe abordar
las siguientes actividades, según sea
aplicable
distribución,
recuperación y uso;

acceso,

4.3.2 Control de documentos
Los documentos exigidos por
el SGSI se deben proteger y controlar. Se
debe establecer un
procedimiento documentado
para definir las acciones de gestión
necesarias para:
a) aprobar los documentos en
cuanto a su suficiencia antes de su
publicación;
b) revisar y actualizar los
documentos según sea necesario y
reprobarlos;
c) asegurar que los cambios y
el estado de actualización de los
documentos estén
identificados;
d) asegurar que las versiones
más recientes de los documentos
pertinentes están
disponibles en los puntos de
uso;
e) asegurar que los documentos
permanezcan legibles y fácilmente
identificables;
f) asegurar que los documentos
estén disponibles para quienes los
necesiten, y que se apliquen los
procedimientos pertinentes, de acuerdo
con
su
clasificación,
para
su
transferencia,
almacenamiento
y
disposición final.
g) asegurar que los documentos
de origen externo estén identificados;
h) asegurar que la distribución
de documentos esté controlada;
i) impedir el uso no previsto de
los documentos obsoletos, y
j) aplicar la identificación
adecuada a los documentos obsoletos, si
se retienen para cualquier propósito.

c) control de cambios (por
ejemplo, control de versión);
d) conservación y disposición.
La información documentada de
origen externo, que la organización
determina como necesaria para la
planificación y operación del sistema de
gestión de la calidad, se debe identificar,
según sea apropiado, y controlar.
La información documentada
conservada como evidencia de la
conformidad debe protegerse contra
modificaciones no intencionadas.
NOTA El acceso puede implicar
una decisión en relación al permiso,
solamente para consultar la información
documentada, o al permiso y a la autoridad
para consultar y modificar la información
documentada.

almacenamiento y preservación,
incluida la preservación de la legibilidad;
control de cambios (por ejemplo,
control de versión);
conservación y disposición.

La información documentada de
origen externo que la organización
determina como necesaria para la
planificación y operación del sistema de
gestión de la SST se debe identificar,
según sea apropiado, y controlar.
NOTA 1 El
acceso
puede
implicar una decisión en relación al permiso
solamente para consultar la información
documentada, o al permiso y a la autoridad
para consultar y modificar la información
documentada.
NOTA 2 El acceso a la
información documentada pertinente
incluye el acceso por parte de los
trabajadores, y cuando existan, de los
representantes de los trabajadores.

Fuente: Elaboración propia (2020)

4.3.3 Control de registros
Se deben establecer y mantener
registros para brindar evidencia de la
conformidad con los requisitos y la
operación eficaz del SGSI. Los registros
deben estar protegidos y controlados.
El SGSI debe tener en cuenta
cualquier requisito legal o reglamentario
y las obligaciones contractuales
pertinentes. Los registros deben
permanecer
legibles,
fácilmente
identificables y recuperables. Los
controles
necesarios
para
la
identificación,
almacenamiento,
protección, recuperación, tiempo de
retención y disposición de registros se
deben documentar e implementar.
Se deben llevar registros del
desempeño del proceso, como se esboza
en el numeral 4.2, y de todos los casos de
incidentes de seguridad significativos
relacionados con el SGSI.
EJEMPLO Algunos ejemplos
de registros son: un libro de visitantes,
informes de auditorías y formatos de
autorización de acceso diligenciados.

Como resultado de este análisis se presenta la Tabla No. 2 como elementos más
relevantes, para el caso se elabora un único documento se ha dividido por cada una de las partes
de la norma estándar.
Tabla 2. Elementos de la norma
ISO 9001:2015
Sistema de
Gestión de la
Calidad

1. Objeto y
campo de
aplicación

NTC
14001:2015
Sistema de
gestión
ambiental.

ISO 450012018
Sistemas de
Gestión de la
Seguridad y
Salud en el
trabajo

NTC-ISO-IEC 27001
Tecnología de la
información. Técnicas de
seguridad. Sistemas de
gestión de la seguridad de la
información.

Análisis
Las cuatro normas ISO en análisis tienen una estructura definida, bajo
el esquema de alta gerencia, que corresponde a:

La NTC 14001:2015, ISO 45001-2018 y la NTC ISO IEC 27001,
tienen una estructura que indica que para todo efecto de trabajo e
implementación este deberá partir de la ISO 9001.2015, con la cual se está
asegurando un esquema para todas las normas, en lo que corresponde al objeto
y campo de aplicación.

Con relación a la norma NTC ISO 14001:2015, el objeto y el campo
de aplicación la señala como norma básica para el desarrollo de las otras tres
normas en el proceso.

La norma, ISO 45001-2018 es de fácil aplicación en un método
integrado con las normas NTC 9001: 2015, NTC 14001:2015, ISO 450012018 y NTC ISO-IEC 27001, en el objeto y el campo de aplicación.

La norma NTC-ISO-IEC 27001 no es aceptable la exclusión de cualquiera de
los requisitos especificados en los numerales 4, 5, 6, 7 y 8 cuando una
organización declara conformidad con la presente norma.

ISO 9001:2015
Sistema de
Gestión de la
Calidad

NTC
14001:2015
Sistema de
gestión
ambiental.

ISO 450012018
Sistemas de
Gestión de la
Seguridad y
Salud en el
trabajo

NTC-ISO-IEC 27001
Tecnología de la
información. Técnicas de
seguridad. Sistemas de
gestión de la seguridad de
la información.

Análisis

En la norma ISO 9001:2015, instaura que se debe remitir a la norma ISO
2.
Referencias
normativas

9000 Sistemas de Gestión de la Calidad para consulta de las referencias
normativas, además establece la comprensión, implementación,

y

establecimiento de principios especificados en esta norma internacional.

A diferencia de las normas NTC 14001:2015, ISO 45001-2018, no citan
referencias normativas.

En la norma NTC ISO IEC 27001, en las referencias normativas cita
un documento NTC-ISO/IEC 17799:2006, Tecnología de la información.
Técnicas de seguridad. Código de práctica para la gestión de la seguridad de
la información, dado que es esencial e indispensable para la aplicación de
esta norma.

ISO 9001:2015
Sistema de
Gestión de la
Calidad

NTC
14001:2015
Sistema de
gestión
ambiental.

ISO 450012018
Sistemas de
Gestión de la
Seguridad y
Salud en el
trabajo

NTC-ISO-IEC 27001
Tecnología de la
información. Técnicas de
seguridad. Sistemas de
gestión de la seguridad de la
información.

Análisis
En la norma ISO 9001:2015 para los términos y definiciones se aplican los
3. Términos
y
definiciones

establecidos en la norma ISO 9000: 2015.
Para la norma NTC 14001:2015 en los términos y definiciones grosso modo
nombra 4 los cuales se encuentran estructurados de la siguiente forma: 3.1 los
términos relacionados con organización y liderazgo
3.2 Términos relacionados con planificación, 3.3 términos relacionados con
soporte y operación, 3.4 términos relacionados con la evaluación del
desempeño y con la mejora.
La norma ISO 45001-2018 específica 37 términos y definiciones, enfocados a
los SGSS.
La norma NTC-ISO-IEC 27001 a diferencia de la norma ISO 450012018 describe 16 términos y definiciones.

ISO 9001:2015
Sistema de
Gestión de la
Calidad

4. Contexto
de la
organización

NTC
14001:2015
Sistema de
gestión
ambiental.

ISO 450012018
Sistemas de
Gestión de la
Seguridad y
Salud en el
trabajo

NTC-ISO-IEC 27001
Tecnología de la
información. Técnicas de
seguridad. Sistemas de gestión
de la seguridad de la
información.

Análisis

Las normas ISO 9001:2015, NTC 14001:2015, ISO 45001-2018, para el
contexto de la organización tienen en común los siguientes numerales:
4.1 Conocimientos de la organización y de su contexto
4.2 Comprensión de las necesidades y expectativas de las partes interesadas
4.3 Determinación del alcance del sistema de gestión de la calidad
4.4 Sistema de gestión.

Por consiguiente, para la NTC-ISO-IEC 2700 no contiene el numeral
Contexto de la Organización.

ISO 9001:2015
Sistema de
Gestión de la
Calidad

NTC
14001:2015
Sistema de
gestión
ambiental.

ISO 450012018
Sistemas de
Gestión de la
Seguridad y
Salud en el
trabajo

NTC-ISO-IEC 27001
Tecnología de la
información. Técnicas de
seguridad. Sistemas de gestión
de la seguridad de la
información.

Análisis

En las tres normas: ISO 9001:2015, NTC 14001-2015, ISO 45001-2018
hace énfasis en que la Alta Dirección debe demostrar liderazgo y compromiso
5. Liderazgo

frente al SGC, asimismo en establecer, implementar, y mantener una política de
calidad.

La norma ISO 45001-2018 tiene un requisito en específico 5.4 consulta
y participación de los trabajadores, este no se encuentra presente en las otras
dos normas ISO 9001:2015 y la NTC 14001-2015.

Por el contrario, la norma NTC-ISO-IEC 27001, no contiene el numeral
5. Liderazgo.

ISO 9001:2015
Sistema
de
Gestión de la
Calidad

NTC 14001:2015
Sistema
de
gestión
ambiental.

ISO
2018

45001-

Sistemas
Gestión de
Seguridad
Salud en
trabajo

de
la
y
el

NTC-ISO-IEC 27001
Tecnología de la información.
Técnicas
de
seguridad.
Sistemas de gestión de la
seguridad de la información.

Análisis

En el requisito 6.1 de las normas ISO 9001:2015, NTC 14001:2015, ISO
6.
Planificación
45001-2018 destacan las acciones para abordar los riesgos y las
oportunidades.

La norma ISO 9001:2015 tiene un requisito para la planificación de los
cambios 6.3 mientras que las normas ISO 14001 :2015 y la ISO 45001-2018
no lo contemplan

Las normas ISO 14001:2015 y la ISO 45001-2018 tienen un requisito
específico 6.1.3 en lo concerniente a requisitos legales y otros requisitos.

El lineamiento NTC-ISO-IEC 27001 no contempla el requisito 6.
Planificación.

ISO 9001:2015
Sistema de Gestión
de la Calidad

NTC 14001:2015
Sistema de gestión
ambiental.

ISO 45001-2018
Sistemas
de
Gestión de la
Seguridad
y
Salud en el
trabajo

NTC-ISO-IEC 27001
Tecnología de la información.
Técnicas de seguridad. Sistemas de
gestión de la seguridad de la
información.

Análisis

7. Apoyo

En las tres normas: ISO 9001:2015, NTC 14001-2015, ISO 45001-2018
tienen en común los siguientes requisitos: apoyo, recursos, competencia, toma de
conciencia, comunicación, información documentada.

Aspectos que son

fundamentales porque estas normas se encuentran inmersas en alto nivel, donde
las instrucciones señalan aspectos básicos para la adecuada calidad de los
sistemas en relación con la información.

El requisito 7.1 de la norma ISO 9001:2015 Recursos, es más amplio que en la
NTC 14001: 2015, e ISO 45001-2018
El requisito de 7.4.1 en la norma ISO 45001-2018 Comunicación es más
específico que en la ISO 9001:2015 y ISO 45001-2018.
La norma NTC-ISO-IEC 27001 no contempla el requisito 7. Apoyo.

ISO 9001:2015
Sistema
de
Gestión de la
Calidad

NTC 14001:2015
Sistema de gestión
ambiental.

ISO 45001-2018
Sistemas
de
Gestión de la
Seguridad
y
Salud en el
trabajo

NTC-ISO-IEC 27001
Tecnología de la información.
Técnicas de seguridad. Sistemas de
gestión de la seguridad de la
información.

Análisis

En la norma ISO 9001:2015 el capítulo de Operación es uno de los más
extensos y relevantes de la norma, compuesto por los requisitos de
(planificación, diseño, control de procesos, producción y provisión, liberación,
control de salidas no conformes).

8.Operación

La norma ISO 9001:2015 cuenta con el requisito 8.7 para el control de
no conformidades, mientras que las normas ISO 14001:2015 y la ISO 450012018 no lo contemplan.

La norma ISO 9001:2015 No cuenta con un requisito para emergencias.

En las normas ISO 14001:2015 y la ISO 45001-2018, es puntual al control
operacional y las emergencias.

La norma ISO 45001-2018 incluye gestión del cambio, compras,
contratistas.

Por el contrario, la norma NTC-ISO-IEC 27001, no contiene el
numeral 8. Operación

ISO 9001:2015
Sistema
de
Gestión de la
Calidad

NTC 14001:2015
Sistema de gestión
ambiental.

ISO 45001-2018
Sistemas
de
Gestión de la
Seguridad
y
Salud en el
trabajo

NTC-ISO-IEC 27001
Tecnología de la información.
Técnicas de seguridad. Sistemas de
gestión de la seguridad de la
información.

Análisis

En las tres normas: ISO 9001:2015, NTC 14001-2015, ISO 45001-2018 tienen
en común los siguientes requisitos: seguimiento, medición, análisis y
evaluación, auditoría interna, revisión por la dirección

9. Evaluación
del

La norma ISO 9001:2015 cuenta con un requisito específico para el análisis y
evaluación de datos, contemplado en el numeral 9.1.3.

desempeño

La norma ISO 9001:2015 maneja la metrología en el numeral 7.1.5, mientras
que las normas NTC 14001:2015 y ISO 45001-2018 manejan la metrología en
este capítulo 9 Evaluación del desempeño.

La norma NTC-ISO-IEC 27001 no contempla el capítulo 9. Evaluación del
desempeño.

ISO 9001:2015
Sistema de
Gestión de la
Calidad

NTC 14001:2015
Sistema de gestión
ambiental.

ISO 45001-2018
Sistemas de
Gestión de la
Seguridad y
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NTC-ISO-IEC 27001
Tecnología de la información.
Técnicas de seguridad. Sistemas de
gestión de la seguridad de la
información.

Análisis

Las tres normas ISO 9001:2015, NTC 14001-2015, ISO 45001-2018 tienen en
común los siguientes requisitos: Generalidades, no conformidad y acción
correctiva, mejora continua.
10. Mejora
La norma NTC 14001:2015, en este capítulo usa la palabra específica
“incidentes”.

La norma NTC-ISO-IEC 27001 no contempla el capítulo 10. Mejora.

4.3. Identificación de los elementos que definen la gestión documental frente a las
normas
Como resultado de la investigación se presentan a continuación los elementos que
definen la gestión documental frente a las normas, evidenciados durante el proceso de análisis
de la información:
4.3.1. Generalidades
4.3.2. Creación y actualización
4.3.3. Control de la información documentada
El análisis comparativo dio como resultado matrices que indicaban convergencias,
entendidas como las similitudes entre la ley 594 (Congreso de la República, 2000) y la norma
ISO 9000 (ISO, 2015), frente a los estándares manejados y que son importantes para mostrar
su finalidad, principios y lineamientos, divergencias entre las normas legales y la norma de
calidad, las cuales han ocasionado implicaciones en la forma como la organización concibe los
deberes y obligaciones con la ley vs. los beneficios y responsabilidades que trae la norma y la
complementariedad, en cuanto a lo que tiene la ley y que complementa la norma o viceversa.
De este análisis se puede evidenciar, como resultados que la gestión documental y el
Sistema de Gestión de la Calidad en Colombia, han estado relacionados permanentemente,
aunque con enfoques diferentes. En el caso de la gestión documental, su reglamentación se hizo
mediante documentos de orden legal a entidades públicas principalmente, en donde se señala
el cumplimiento de estos requisitos.
El Estado a través del Archivo General de la Nación vigila y controla, más que proponer
metodologías que garanticen la implementación de la Ley General de Archivos, (Congreso de
la República, 2000), la cual después de más de 15 años de haberse promulgado, aun presenta
dificultades.

En contraste con lo anterior, el Sistema de Gestión de la Calidad se implementó a través
de una norma internacional de carácter voluntario y enfocado a la satisfacción del cliente, las
partes interesadas, las buenas prácticas y a la mejora continua en las entidades, principalmente
las privadas.
Adicionalmente, el Estado adopta el Sistema de Gestión de la Calidad para las entidades
públicas. Ya en el desempeño institucional, la gestión documental y la calidad se encuentran
con diferentes puntos de vistas, dentro de los cuales se destacan: la calidad entendida como una
gestión por procesos, que articula las áreas y está encaminada hacia el cliente, mientras que la
gestión documental entendida como una función archivística, es una estructura orgánica
dividida por dependencias.
Sin embargo, Icontec, organismo certificador en Colombia, ha trabajado para que,
mediante normas técnicas colombianas, la gestión documental haga parte del Sistema de
Gestión de la Calidad, aspecto que se ha venido desarrollando juntamente con el Archivo
General de la Nación. En un primer momento, orientando las normas hacia la función
archivística, en donde está inmersa la norma ISO 9001 (ISO, 2015) al incluir el contexto como
uno de los numerales que componen la norma.
Seguidamente al análisis de la ley vs. la norma, es fundamental la elaboración de un
diagnóstico, ya que para la implementación de la gestión documental y del sistema de calidad
se debe conocer previamente el estado actual de la organización, lo cual permite identificar las
características particulares de cada institución, ya que estas inciden en los elementos que se
deben subrayar a la hora de tomar decisiones para la implementación de la gestión documental.
En este caso, los lineamientos de las entidades confluyen en la oficina productora ocasionando
ambigüedades en el momento de realizar el desarrollo de actividades para la implementación
de la gestión documental.

De otra parte, la norma más conocida es la norma ISO 9001 (ISO, 2015), las otras normas
se han venido implementando en forma paulatina, a medida que estas son reconocidas como
esenciales para el funcionamiento de las organizaciones.

Conclusiones
En este aparte se realiza la confrontación de los objetivos específicos con los resultados
y productos realizados en la ejecución del trabajo de grado.
1. Con base en el análisis de las cuatro (4) normas es posible señalar que cada una tiene
características propias en cuanto a su objeto y campo de aplicación, referencias normativas,
términos y condiciones, contexto de la organización, liderazgo, planificación, apoyo,
operación, evaluación de desempeño y mejora, pero en conjunto todas tiene una función.
2. En cuanto al análisis de las normas objeto del estudio frente a la gestión documental
se concluye que la planeación, producción, gestión y tramite, organización, transferencia,
disposición de documentos, preservación a largo plazo son actividades esenciales que sirven
para establecer, implantar, mantener, y mejorar de forma continua un Sistema de Gestión de
Calidad, es así como los procesos y procedimientos juegan un papel importante para el
desarrollo de actividades que conduzcan a criterios y métodos para generar su ejecución,
controlar su eficacia y mantener la mejora continua, es de aclarar que esta actividad se
encuentra presente, en las normas ISO 9001:2015, NTC 14001:2015, ISO 45001-2018, y
NTC-ISO-IEC 27001.
3. Con respecto a los elementos que definen la gestión documental frente a las normas,
puede establecerse que la implementación de un sistema de gestión documental tiene una
articulación directa con la gestión de la calidad y la normatividad vigente, dado que garantiza
la mejora en la productividad de los procesos, el acceso rápido a la información, y el
cumplimiento de las normas, entre otros beneficios.

Recomendaciones
Las recomendaciones que se hacen se dividen en cuatro (4) partes, como agentes que
tienen participación en el tema de la investigación.
Para la academia se recomienda mantener el tema vigente e ir incursionando con nuevas
maneras y formas de relacionar el tema de la gestión documental, con diferentes tipos de
normas, es importante señalar que existe un fuerte impacto de esta normatividad relacionada
con la tecnología, donde es evidente la necesidad de relaciones de estas con la terminología o
trabajo de grandes cantidades de datos como lo señalan el big data y el machine learning
disponibles, para que se presenten estudios que evidencien las bondades y ventajas de actualizar
los procesos con el uso de estas herramientas que hoy están al alcance de las instituciones.
En cuanto a los egresados, se sugiere el aprovechar espacios académicos como
congresos, simposios, encuentros, que permitan no únicamente actualizarse en nuevas
tendencias sobre el tema sino verificar las relaciones de las normas ISO con la implementación
de la gestión y la tecnología como instrumento para intercambiar experiencias y aprender
nuevos desarrollos, las normas están en permanente actualización, son una oportunidad.
Para los estudiantes del programa se recomienda mantenerse actualizados en la medida
en que se vayan presentando nuevas versiones de las normas y de la esta manera en cuanto a
los nuevos estudios que se publican para el desarrollo de las mejores prácticas en gestión
documental y sus derivaciones.
Para las entidades bajo el contexto de la entidad objeto de la investigación, es evidente
el desconocimiento archivístico frente a las normas estandarizadas, se recomienda que los
proyectos sobre Gestión Documental sean liderados por profesionales especializados en la rama
archivística, quienes deberán solicitar requisitos claros y concisos asociados a las normas antes
mencionadas.

Finalmente se recomienda que, si la entidad pretende establecer procesos de certificación
bajo estas normas, se incluya también la norma ISO 30301 que establece los criterios para la
creación y gestión de registros, como parte integral de las actividades, procesos y sistemas de
las organizaciones. La creación y control de documentos son el resultado de las actividades
realizadas por todas las organizaciones.
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Anexos
Anexo A. Cuadro comparativo normas ISO

Categoría

1. Objeto y campo de
aplicación

ISO_9001. 2015.
Sistema de Gestión de la Calidad

NTC ISO 14001. 105
Sistema de Gestión Ambiental

Esta Norma internacional especifica
Esta
Norma
Internacional
los requisitos para un sistema de gestión de la especifica los requisitos para un sistema de
calidad cuando una organización:
gestión ambiental que una organización
puede usar para mejorar su desempeño
a) necesita demostrar su capacidad para ambiental.
proporcionar regularmente productos
y servicios que satisfagan los
La presente norma internacional
requisitos del cliente y los legales y está prevista para uso por una organización
reglamentarios aplicables, y
que busque gestionar sus responsabilidades
ambientales de una forma sistemática que
b) aspira a aumentar la satisfacción del cliente contribuya al pilar ambiental de la
a través de la aplicación eficaz del sistema, sostenibilidad.
incluidos los procesos para la mejora del
sistema y el aseguramiento de la conformidad
-la mejora del desempeño
con los requisitos del cliente y los legales y ambiental;
reglamentarios aplicables.
- el cumplimiento de los requisitos
legales y otros requisitos;
Todos los requisitos de esta Norma
- el logro de los objetivos
Internacional son genéricos y se pretende que ambientales.
sean aplicables a todas las organizaciones, sin
importar su tipo, tamaño y el producto
La Norma Internacional es
suministrado.
aplicable
a
cualquier
organización,
independientemente de su tamaño, tipo y
naturaleza, y se aplica a los aspectos
ambientales de sus actividades, productos y
servicios que la organización determine que
puede controlar o influir en ellos,
considerando una perspectiva de ciclo de
vida. Esta Norma Internacional no establece
criterios
de
desempeño
ambiental
específicos.

ISO 45000
Sistemas de Gestión de la Seguridad y Salud
en el trabajo

Este documento especifica requisitos
para un sistema de gestión de la seguridad y salud
en el trabajo (SST) y proporciona orientación para
su uso, para permitir a las organizaciones
proporcionar lugares de trabajo seguros y
saludables previniendo las lesiones y el deterioro
de la salud relacionados con el trabajo, así como
mejorando de manera proactiva su desempeño de
la SST.
Este documento es aplicable a
cualquier organización que desee establecer,
implementar y mantener un sistema de gestión de
la SST para mejorar la seguridad y salud en el
trabajo, eliminar los peligros y minimizar los
riesgos para la SST (incluyendo las deficiencias
del sistema), aprovechar las oportunidades para la
SST y abordar las no conformidades del sistema
de gestión de la SST asociadas a sus actividades.
Este documento ayuda a una
organización a alcanzar los resultados previstos de
su sistema de gestión de la SST. En coherencia con
la política de la SST de la organización, los
resultados previstos de un sistema de gestión de la
SST incluyen:


la mejora continua del desempeño de
la SST;



el cumplimiento de los requisitos
legales y otros requisitos;



el logro de los objetivos de la SST.



Este documento es aplicable a
cualquier organización sin importar su
tamaño, tipo y actividades. Es
aplicable a los riesgos para la SST bajo
el control de la organización, teniendo

NTC ISO IEC 27001
Tecnologías de la Información.
Técnicas de Seguridad. Sistemas de
gestión de la seguridad de la
información
Esta norma cubre todo tipo
de organizaciones (por ejemplo:
empresas
comerciales,
agencias
gubernamentales, organizaciones si
ánimo de lucro). Esta norma específica
los
requisitos
para
establecer,
implementar, operar, hacer seguimiento,
revisar, mantener y mejorar un SGSI
documentado dentro del contexto de los
riesgos globales del negocio de la
organización. Especifica los requisitos
para la implementación de controles de
seguridad adaptados a las necesidades
de las organizaciones individuales o a
partes de ellas
Los requisitos establecidos
en esta norma son genéricos y están
previstos para ser aplicables a todas las
organizaciones, independientemente de
su tipo, tamaño y naturaleza. No es
aceptable la exclusión de cualquiera de
los requisitos especificados en los
numerales 4, 5, 6, 7 y 8 cuando una
organización declara conformidad con
la presente norma.

en cuenta factores tales como el
contexto en el que opera la
organización y las necesidades y
expectativas de sus trabajadores y otras
partes interesadas.

2. Referencias
normativas

Los documentos indicados a continuación, en
su totalidad o en parte, son normas para
consulta indispensables para la aplicación de
este documento. Para las referencias con fecha,
sólo se aplica la edición citada. Para las
referencias sin fecha se aplica la última edición
(incluyendo cualquier modificación de ésta).
ISO 9000:2015, Sistemas de gestión de la
calidad — Fundamentos y vocabulario.

No se citan referencias normativas.



Este documento no establece criterios
específicos para el desempeño de la
SST, ni para el diseño de un sistema de
gestión de la SST.



Este documento permite a una
organización, mediante su sistema de
gestión de la SST, integrar otros
aspectos de la seguridad y salud, tales
como el bienestar del trabajador.



Este documento no aborda cuestiones
tales como la seguridad del producto,
los daños a la propiedad o los impactos
ambientales, más allá de los riesgos
para los trabajadores y para otras partes
interesadas pertinentes.



Este documento puede ser utilizado
total o parcialmente para mejorar de
manera sistemática la gestión de la
seguridad y salud en el trabajo. Sin
embargo, las declaraciones de
conformidad con este documento no
son aceptables a menos que todos sus
requisitos estén incorporados en el
sistema de gestión de la SST de una
organización y se cumplan sin
exclusión.

No contiene referencias normativas.

No contiene referencias normativas

Para los fines de este documento, se aplican los
términos y definiciones incluidos en la Norma
ISO 9000:2015.

Para los propósitos de este documento, se
aplican los términos y definiciones
siguientes:
3.1 Términos relacionados con organización
y liderazgo.

3. Términos y
definiciones

3.2 Términos relacionados con planificación.

Para los fines de este documento, se aplican los
términos y definiciones siguientes.
ISO e IEC mantienen bases de datos
terminológicas
para
su
utilización
en
normalización en las siguientes direcciones:
Plataforma de búsqueda en línea de
ISO: disponible en https://www.iso.org/obp

3.3. Términos relacionados con planificación.
3.4 Términos relacionados con la
evaluación del desempeño y con la
Mejora

4. Contexto de la
organización

4.1 Conocimiento de la organización y de su
contexto.
La organización debe determinar las cuestiones
externas e internas que son pertinentes para su
propósito y su dirección estratégica y que
afectan a su capacidad para lograr los resultados
previstos de su sistema de gestión de la calidad.
4.2 Comprensión de las necesidades y
expectativas de las partes interesadas

4.1 Comprensión de la
organización y de su contexto
La organización debe determinar
las cuestiones externas e internas que son
pertinentes para
su propósito y que afectan a su
capacidad para lograr los resultados
previstos de su sistema de gestión ambiental.
Estas cuestiones incluyen las condiciones
ambientales capaces de afectar o
de verse afectadas por la
organización.

Debido a su efecto o efecto potencial
en la capacidad de la organización de
4.2 Comprensión de las
proporcionar regularmente productos y servicios necesidades y expectativas de las partes
que satisfagan los requisitos del cliente y los interesadas.
legales y reglamentarios aplicables, la
La organización debe determinar:
organización debe determinar:
a) las partes interesadas que son
pertinentes al sistema de gestión ambiental;
a) las partes interesadas que son
b) las necesidades y expectativas
pertinentes al sistema de gestión de la calidad;
pertinentes (es decir, requisitos) de estas
partes
b) los requisitos pertinentes de estas
interesadas;
partes interesadas para el sistema de gestión de
c) cuáles de estas necesidades y
la calidad.
expectativas se convierten en requisitos
legales y otros requisitos.
4.3 Determinación del alcance del
sistema de gestión de la calidad.

4.1 Comprensión de la organización
y de su contexto
La organización debe determinar las
cuestiones externas e internas que son pertinentes
para su propósito y que afectan a su capacidad
para alcanzar los resultados previstos de su
sistema de gestión de la SST.
4.2 Comprensión de las necesidades y
expectativas de los trabajadores y de otras partes
interesadas
La organización debe determinar:
las otras partes interesadas, además de
los trabajadores, que son pertinentes al sistema de
gestión de la SST;
las necesidades y expectativas
pertinentes (es decir, los requisitos) de los
trabajadores y de otras partes interesadas;
cuáles de estas necesidades y
expectativas son, o podrían convertirse, en
requisitos legales y otros requisitos.

4.3Determinación del alcance del
sistema de gestión de la SST.

La organización debe determinar los
4.3 Determinación del alcance del
límites y la aplicabilidad del sistema de gestión sistema de gestión ambiental.
de la calidad para establecer su alcance.
Cuando se determina este alcance, la
La organización debe determinar
organización debe considerar:
los límites y la aplicabilidad del sistema de
a) las cuestiones externas e internas referidas gestión ambiental
en el apartado 4.1;
para establecer su alcance.
Cuando se determina este alcance,
b) los requisitos de las partes interesadas la organización debe considerar:
pertinentes indicados en el apartado 4.2;
a) las cuestiones externas e
internas a que se hace referencia en el
c) los productos y servicios de la apartado 4.1;
organización.
b) los requisitos legales y otros
requisitos a que se hace referencia en el
apartado 4.2;
c) las unidades, funciones y
límites físicos de la organización;
d) sus actividades, productos y servicios;
e) su autoridad y capacidad para
ejercer control e influencia.
Una vez que se defina el alcance,
se deben incluir en el sistema de gestión
ambiental todas las
actividades, productos y servicios
de la organización que estén dentro de este
4.4 Sistema de gestión de la calidad y sus alcance.
El alcance se debe mantener
procesos.
como información documentada y debe estar
4.4.1 La organización debe establecer, disponible para las
implementar,
mantener
y
mejorar partes interesadas.
continuamente un sistema de gestión de la
calidad, incluidos los procesos necesarios y sus
4.4 sistema de gestión
interacciones, de acuerdo con los requisitos de ambiental
esta Norma Internacional.
Para lograr los resultados
previstos, incluida la mejora de su
4.4.2 En la medida en que sea necesario, la desempeño ambiental, la
organización debe:
organización debe establecer,
implementar, mantener y mejorar
continuamente un sistema de
a) mantener información documentada para
gestión ambiental, que incluya los
apoyar la operación de sus procesos;
procesos necesarios y sus interacciones, de
acuerdo con los
b) conservar la información
requisitos de esta Norma
documentada para tener la confianza de que Internacional.
los procesos se realizan según lo planificado
Al establecer y mantener el
sistema de gestión ambiental, la
organización debe considerar el
conocimiento obtenido en los apartados 4.1 y
4.2.

La organización debe determinar los
límites y la aplicabilidad del sistema de gestión
de la SST para establecer su alcance.
Cuando se determina este alcance, la
organización debe:
considerar las cuestiones externas e
internas indicadas en el apartado 4.1;
tener en cuenta los requisitos
indicados en el apartado 4.2;
tener en cuenta las actividades
relacionadas con el trabajo, planificadas o
realizadas.
El sistema de gestión de la SST debe
incluir las actividades, los productos y los
servicios bajo el control o la influencia de la
organización que pueden tener un impacto en el
desempeño de la SST de la organización.
El alcance debe estar disponible como
información documentada.

4.4 Sistema de gestión de la SST.
La organización debe
establecer, implementar, mantener y
mejorar continuamente un sistema de gestión de
la SST, incluidos los procesos necesarios y sus
interacciones, de acuerdo con los requisitos de
este documento.

5.1 Liderazgo y compromiso
5.1.1 Generalidades
La alta dirección debe demostrar
liderazgo y compromiso con respecto al sistema
de gestión de la calidad:
a) asumiendo la responsabilidad y
obligación de rendir cuentas con relación a la
eficacia del sistema de gestión de la calidad;
b) asegurándose de que se
establezcan la política de la calidad y los
objetivos de la calidad para el sistema de
gestión de la calidad, y que éstos sean
compatibles con el contexto y la dirección
estratégica de la organización;
c) asegurándose de la integración de
los requisitos del sistema de gestión de la
calidad en los procesos de negocio de la
organización;
d) promoviendo el uso del enfoque a
procesos y el pensamiento basado en riesgos;
e) asegurándose de que los recursos
necesarios para el sistema de gestión de la
calidad estén disponibles;
5. Liderazgo
f) comunicando la importancia de
una gestión de la calidad eficaz y conforme con
los requisitos del sistema de gestión de la
calidad;
g) asegurándose de que el sistema de
gestión de la calidad logre los resultados
previstos;
h) comprometiendo, dirigiendo y
apoyando a las personas, para contribuir a la
eficacia del sistema de gestión de la calidad;
i) promoviendo la mejora;

5.1 liderazgo y compromiso
La alta dirección debe demostrar
liderazgo y compromiso con respecto al
sistema de gestión
ambiental:
a) asumiendo la responsabilidad y
la rendición de cuentas con relación a la
eficacia del
sistema de gestión ambiental;
b) asegurándose de que se
establezcan la política ambiental y los
objetivos ambientales, y
que éstos sean compatibles con la
dirección estratégica y el contexto de la
organización;
c) asegurándose de la integración
de los requisitos del sistema de gestión
ambiental en los
procesos de negocio de la
organización;
d) asegurándose de que los
recursos necesarios para el sistema de gestión
ambiental
estén disponibles;
e) comunicando la importancia de
una gestión ambiental eficaz y conforme con
los
requisitos del sistema de gestión
ambiental;
f) asegurándose de que el sistema
de gestión ambiental logre los resultados
previstos;
g) dirigiendo y apoyando a las
personas, para contribuir a la eficacia del
sistema de
gestión ambiental;
h) promoviendo la mejora
continua;
i) apoyando otros roles pertinentes
de la dirección, para demostrar su liderazgo
en la forma en la que aplique a sus áreas de
responsabilidad.

Responsabilidad

de

la

dirección
5.1

Compromiso

de

la

dirección
La dirección debe brindar
evidencia de su compromiso con el
establecimiento, implementación,
operación,
seguimiento,
revisión, mantenimiento y mejora del
SGSI:
a)
mediante
el
establecimiento de una política del
SGSI;
b) asegurando que se
establezcan los objetivos y planes del
SGSI;
c) estableciendo funciones y
responsabilidades de seguridad de la
información;
d) comunicando a la
organización la importancia de cumplir
los objetivos de seguridad
de la información y de la
conformidad con la política de seguridad
de la información,
sus responsabilidades bajo la
ley, y la necesidad de la mejora
continua;
e) brindando los recursos
suficientes
para
establecer,
implementar, operar, hacer
seguimiento,
revisar,
mantener y mejorar un SGSI (véase el
numeral 5.2.1);
f) decidiendo los criterios
para aceptación de riesgos, y los niveles
de riesgo
aceptables;
g) asegurando que se realizan
auditorías internas del SGSI (véase el
numeral 6), y

5.1.2 Enfoque al cliente
La alta dirección debe demostrar
liderazgo y compromiso con respecto al
enfoque al cliente asegurándose de que:
a) se determinan, se comprenden y
se cumplen regularmente los requisitos del
cliente y los legales y reglamentarios
aplicables;
b) se determinan y se consideran los
riesgos y oportunidades que pueden afectar a la
conformidad de los productos y servicios y a la
capacidad de aumentar la satisfacción del
cliente;
c) se mantiene el enfoque en el
aumento de la satisfacción del cliente.
5.2 Política
5.2.1 Establecimiento de la política
de la calidad.
La alta dirección debe establecer,
implementar y mantener una política de la
calidad que:
a) sea apropiada al propósito y
contexto de la organización y apoye su
dirección estratégica;
b) proporcione un marco de
referencia para el establecimiento de los
objetivos de la calidad;
c) incluya un compromiso de
cumplir los requisitos aplicables;
d) incluya un compromiso de mejora
continua del sistema de gestión de la calidad.

5.2 POLÍTICA AMBIENTAL
La alta dirección debe establecer,
implementar y mantener una política
ambiental que, dentro
del alcance definido de su sistema
de gestión ambiental:
a) sea apropiada al propósito y
contexto de la organización, incluida la
naturaleza,
magnitud e impactos ambientales
de sus actividades, productos y servicios;
b) proporcione un marco de
referencia para el establecimiento de los
objetivos
ambientales;
c) incluya un compromiso para la
protección del medio ambiente, incluida la
prevención de
la contaminación, y otros
compromisos específicos pertinentes al
contexto de la
organización;
NOTA
Otros
compromisos
específicos de protección del medio ambiente
pueden incluir el uso sostenible
de recursos, la mitigación y
adaptación al cambio climático y la
protección de la biodiversidad y de los
ecosistemas.
d) incluya un compromiso de
cumplir con los requisitos legales y otros
requisitos;
e) incluya un compromiso de
mejora continua del sistema de gestión
ambiental para la mejora del desempeño
ambiental.
La política ambiental debe:
- mantenerse como información
documentada;
- comunicarse dentro de la
organización;
- estar disponible para las partes
interesadas.
La política ambiental debe:
- mantenerse como información
documentada;
- comunicarse dentro de la
organización;

h) efectuando las revisiones
por la dirección, del SGSI (véase el
numeral 7).
5.2
GESTIÓN
DE
RECURSOS
5.2.1 Provisión de recursos
La
organización
debe
determinar y suministrar los recursos
necesarios para:
a) establecer, implementar,
operar, hacer seguimiento, revisar,
mantener y mejorar
un SGSI;
b)
asegurar
que
los
procedimientos de seguridad de la
información brindan apoyo a
los requisitos del negocio;
c) identificar y atender los
requisitos legales y reglamentarios, así
como las
obligaciones de seguridad
contractuales;
d) mantener la seguridad
suficiente mediante la aplicación
correcta de todos los
controles implementados;
e) llevar a cabo revisiones
cuando sea necesario, y reaccionar
apropiadamente a
los resultados de estas
revisiones; y
f) en donde se requiera,
mejorar la eficacia del SGSI.
5.2.2 Formación, toma de
conciencia y competencia
La
organización
debe
asegurar que todo el personal al que se
asigne responsabilidades
definidas en el SGSI sea
competente para realizar las tareas
exigidas, mediante:
a) la determinación de las
competencias necesarias para el
personal que ejecute el
trabajo que afecta el SGSI;
b) el suministro de formación
o realización de otras acciones (por
ejemplo, la

- estar disponible para las partes
interesadas.

5.2.2 Comunicación de la política de
la calidad
La política de la calidad debe:
a) estar disponible y mantenerse
como información documentada;
b) comunicarse, entenderse
aplicarse dentro de la organización;

y

c) estar disponible para las partes
interesadas pertinentes; según corresponda.
5.3 Roles, responsabilidades
autoridades en la organización

y

La alta dirección debe asegurarse de
que las responsabilidades y autoridades para los
roles pertinentes se asignen, se comuniquen y
se entiendan en toda la organización.
La alta dirección debe asignar la
responsabilidad y autoridad para:
a) asegurarse de que el sistema de
gestión de la calidad es conforme con los
requisitos de esta Norma Internacional;
b) asegurarse de que los procesos
están generando y proporcionando las salidas
previstas;
c) informar, en particular, a la alta
dirección sobre el desempeño del sistema de

5.3 Roles, responsabilidades y
autoridades en la organización
La alta dirección debe asegurarse
de que las responsabilidades y autoridades
para los roles
pertinentes
se
asignen
y
comuniquen dentro de la organización.
La alta dirección debe asignar la
responsabilidad y autoridad para:
a) asegurarse de que el sistema de
gestión ambiental es conforme con los
requisitos de
esta Norma Internacional, e
b) informar a la alta dirección
sobre el desempeño del sistema de gestión
ambiental,
incluyendo
su
desempeño
ambiental

contratación de personal
competente) para satisfacer estas
necesidades;
c) la evaluación de la eficacia
de las acciones emprendidas, y
d) el mantenimiento de
registros de la educación, formación,
habilidades,
experiencia y calificaciones
(véase el numeral 4.3.3).
La organización también
debe asegurar que todo el personal
apropiado tiene conciencia de la
pertinencia e importancia de sus
actividades de seguridad de la
información y cómo ellas contribuyen al
logro de los objetivos del SGSI.

gestión de la calidad y sobre las oportunidades
de mejora (véase 10.1):
d) asegurarse de que se promueve el
enfoque al cliente en toda la organización;
e) asegurarse de que la integridad
del sistema de gestión de la calidad se mantiene
cuando se planifican e implementan cambios en
el sistema de gestión de la calidad.
6.1 Acciones para abordar
oportunidades.

riesgos y

6.1 Acciones para abordar riesgos y
oportunidades.

6. Planificación
6.1.1 Al planificar el sistema de gestión de la
calidad, la organización debe considerar
las cuestiones referidas en el apartado 4.1
y los requisitos referidos en el apartado
4.2, y determinar los riesgos y
oportunidades que es necesario abordar
con el fin de:
a) asegurar que el sistema de gestión de la
calidad pueda lograr sus resultados
previstos;

6.1.1 Generalidades
La organización debe establecer,
implementar y mantener los procesos
necesarios para
cumplir los requisitos de los
apartados 6.1.1 a 6.1.4.
Al planificar el sistema de gestión
ambiental, la organización debe considerar:
a) las cuestiones referidas en el
apartado 4.1;
b) los requisitos referidos en el
b) aumentar los efectos deseables;
apartado 4.2;
c) el alcance de su sistema de
c) prevenir o reducir efectos no deseados;
gestión ambiental;
y determinar los riesgos y
d) lograr la mejora.
oportunidades relacionados con sus:
- aspectos ambientales (véase
6.1.2 La organización debe planificar:
6.1.2);
a) las acciones para abordar estos riesgos y
- requisitos legales y otros
oportunidades;
requisitos (véase 6.1.3);
- y otras cuestiones y requisitos
b) la manera de:
identificados en los apartados 4.1 y 4.2,
que necesitan abordarse para:
1) integrar e implementar las acciones
- asegurar que el sistema de
en sus procesos del sistema de gestión ambiental puede lograr sus resultados
gestión de la calidad (véase 4,4.);
previstos;
- prevenir o reducir los efectos no
2) evaluar la eficacia de estas deseados, incluida la posibilidad de que
acciones.
condiciones
ambientales externas afecten a la
Las acciones tomadas para abordar organización;
los riesgos y oportunidades deben ser
- lograr la mejora continua.
proporcionales al impacto potencial en la
Dentro del alcance del sistema de
conformidad de los productos y los servicios. gestión ambiental, la organización debe

6. Auditorías internas del SGSI
La organización debe llevar a
cabo auditorías internas del SGSI a
intervalos planificados, para
determinar si los objetivos de
control,
controles,
procesos
y
procedimientos de su SGSI:
a) cumplen los requisitos de
la presente norma y de la legislación o
reglamentaciones
pertinentes;
b) cumplen los requisitos
identificados de seguridad de la
información;
c) están implementados y se
mantienen eficazmente, y
d) tienen un desempeño
acorde con lo esperado.
Se debe planificar un
programa de auditorías tomando en
cuenta el estado e importancia de los
procesos y las áreas que se
van a auditar, así como los resultados de
las auditorías previas. Se
deben definir los criterios, el
alcance, la frecuencia y los métodos de
la auditoría. La selección
de los auditores y la
realización de las auditorías deben
asegurar la objetividad e imparcialidad
del proceso de auditoría. Los
auditores no deben auditar su propio
trabajo.
Se deben definir en un
procedimiento
documentado
las
responsabilidades y requisitos para la

NOTA 1 Las opciones para abordar
los riesgos pueden incluir: evitar riesgos,
asumir riesgos para perseguir una oportunidad,
eliminar la fuente de riesgo, cambiar la
probabilidad y las consecuencias, compartir el
riesgo o mantener riesgos mediante decisiones
informadas.
NOTA 2 Las oportunidades
pueden conducir a la adopción, de nuevas
prácticas, lanzamiento de nuevos productos,
apertura de nuevos mercados, acercamiento a
nuevos
clientes,
establecimiento
de
asociaciones,
utilización
de
nuevas
tecnologías y otras posibilidades deseables y
viables para abordar las necesidades de la
organización o las de sus clientes

6.2 Objetivos de la calidad y
planificación para lograrlos.
6.2.1 La organización debe
establecer objetivos de la calidad para las
funciones y niveles pertinentes y los procesos
necesarios para el sistema de gestión de la
calidad.
Los objetivos de la calidad deben:
a) ser coherentes con la política de la
calidad;
ISO 9001:2015 (traducción oficial)
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determinar las situaciones de emergencia
potenciales, incluidas las que pueden tener un
impacto ambiental.
La organización debe mantener la
información documentada de sus:
- riesgos y oportunidades que es
necesario abordar;
procesos
necesarios
especificados desde el apartado 6.1.1 al
apartado 6.1.4, en la
medida necesaria para tener
confianza de que se llevan a cabo de la
manera planificada.
6.1.2 Aspectos ambientales
Dentro del alcance definido del
sistema de gestión ambiental, la organización
debe determinar
los aspectos ambientales de sus
actividades, productos y servicios que puede
controlar y de
aquellos en los que puede influir,
y sus impactos ambientales asociados, desde
una perspectiva de ciclo de vida.
Cuando se determinan los
aspectos ambientales, la organización debe
tener en cuenta:
a) los cambios, incluidos los
desarrollos nuevos o planificados, y las
actividades, productos
y servicios nuevos o modificados;
b) las condiciones anormales y las
situaciones de emergencia razonablemente
previsibles.
La organización debe determinar
aquellos aspectos que tengan o puedan tener
un impacto
ambiental significativo, es decir,
los aspectos ambientales significativos,
mediante el uso de
criterios establecidos.
La organización debe comunicar
sus aspectos ambientales significativos entre
los diferentes
niveles y funciones de la
organización, según corresponda.
La organización debe mantener
información documentada de sus:

planificación y realización de
las auditorías, para informar los
resultados, y para mantener los
registros (véase el numeral
4.3.3).
La dirección responsable del
área auditada debe asegurarse de que las
acciones para eliminar
las
no
conformidades
detectadas y sus causas, se emprendan
sin demora injustificada. Las
actividades de seguimiento
deben incluir la verificación de las
acciones tomadas y el reporte de
los
resultados
de
la
verificación.
NOTA La norma NTC-ISO
19011:2002, Directrices para la
auditoría de los sistemas de gestión de la
calidad y/o
ambiente puede brindar orientación útil
para la realización de auditorías internas
del SGSI.

translation/Traduction officielle © ISO 2015 −
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b) ser medibles;
c) tener en cuenta los requisitos
aplicables;
d) ser pertinentes para la
conformidad de los productos y servicios y para
el aumento de la satisfacción del cliente;
e) ser objeto de seguimiento;
f) comunicarse;
g)
corresponda

actualizarse,

Según

La organización debe mantener
información documentada sobre los objetivos
de la calidad.
6.2.2 Al planificar cómo lograr sus objetivos de
la calidad, la organización debe
determinar:
a) qué sé va a hacer;
b) qué recursos se requerirán;
c) quién será responsable;
d) cuándo se finalizará;
e)

cómo

se

evaluarán

los

resultados
6.3 Planificación de los cambios
Cuando la organización determine
la necesidad de cambios en el sistema de
gestión de la calidad, estos cambios se deben
llevar a cabo de manera planificada (véase 4.4).
La organización debe considerar:
a) el propósito de los cambios y sus
consecuencias potenciales;
b) la integridad del sistema de gestión de la
calidad;

- aspectos e impactos ambientales
asociados;
- criterios usados para determinar
sus aspectos ambientales significativos;
aspectos
ambientales
significativos.
6.1.3 Requisitos legales y otros
requisitos
La organización debe:
a) determinar y tener acceso a los
requisitos legales y otros requisitos
relacionados con
sus aspectos ambientales;
b) determinar cómo estos
requisitos legales y otros requisitos se aplican
a la organización;
c) tener en cuenta estos requisitos
legales y otros requisitos cuando se
establezca,
implemente, mantenga y mejore
continuamente su sistema de gestión
ambiental.
La organización debe mantener
información documentada de sus requisitos
legales y otros requisitos.
6.1.4 Planificación de acciones
La organización debe planificar:
a) la toma de acciones para
abordar sus:
1)
aspectos
ambientales
significativos;
2) requisitos legales y otros
requisitos;
3) riesgos y oportunidades
identificados en el apartado 6.1.1;
b) la manera de:
1) integrar e implementar las
acciones en los procesos de su sistema de
gestión
ambiental (véanse 6.2, 7, 8 y 9.1)
o en otros procesos de negocio;
2) evaluar la eficacia de estas
acciones (véase 9.1).
Cuando se planifiquen estas
acciones, la organización debe considerar sus
opciones
tecnológicas y sus requisitos
financieros, operacionales y de negocio.

c) la disponibilidad de recursos;
d) la asignación o reasignación de
responsabilidades y autoridades.
b) qué se necesita obtener de los
proveedores externos.

6.2

OBJETIVOS
AMBIENTALES
PLANIFICACIÓN PARA LOGRARLOS

Y

6.2.1 Objetivos ambientales
La organización debe establecer
objetivos ambientales para las funciones y
niveles pertinentes,
teniendo en cuenta los aspectos
ambientales significativos de la organización
y sus requisitos legales y otros requisitos
asociados, y considerando sus riesgos y
oportunidades.
Los objetivos ambientales deben:
a) ser coherentes con la política
ambiental;
b) ser medibles (si es factible);
c) ser objeto de seguimiento;
d) comunicarse;
e)
actualizarse,
según
corresponda.
La organización debe conservar
información documentada sobre los objetivos
ambientales.
6.2.2 Planificación de acciones
para lograr los objetivos ambientales
Al planificar cómo lograr sus
objetivos ambientales, la organización debe
determinar:
a) qué se va a hacer;
b) qué recursos se requerirán;
c) quién será responsable;
d) cuándo se finalizará;
e) cómo se evaluarán los
resultados, incluidos los indicadores de
seguimiento de los
avances para el logro de sus
objetivos ambientales medibles (véase 9.1.1).
La organización debe considerar
cómo se pueden integrar las acciones para el
logro de sus objetivos ambientales a los
procesos de negocio de la organización.
6.2
OBJETIVOS
AMBIENTALES
PLANIFICACIÓN PARA LOGRARLOS

Y

6.2.1 Objetivos ambientales
La organización debe establecer
objetivos ambientales para las funciones y
niveles pertinentes,

teniendo en cuenta los aspectos
ambientales significativos de la organización
y sus requisitos
legales y
otros requisitos
asociados, y considerando sus riesgos y
oportunidades.
Los objetivos ambientales deben:
a) seres coherentes con la política
ambiental;
b) seres medibles (si es factible);
c) ser objeto de seguimiento;
d) comunicarse;
e)
actualizarse,
según
corresponda.
La organización debe conservar
información documentada sobre los objetivos
ambientales.
6.2.2 Planificación de acciones
para lograr los objetivos ambientales
Al planificar cómo lograr sus
objetivos ambientales, la organización debe
determinar:
a) qué se va a hacer;
b) qué recursos se requerirán;
c) quién será responsable;
d) cuándo se finalizará;
e) cómo se evaluarán los
resultados, incluidos los indicadores de
seguimiento de los
avances para el logro de sus
objetivos ambientales medibles (véase 9.1.1).
La organización debe considerar
cómo se pueden integrar las acciones para el
logro de sus
objetivos ambientales a los
procesos de negocio de la organización.

7.1 Recursos
7. Apoyo

7.1.1 Generalidades
La organización debe determinar y
proporcionar los recursos-necesarios para el
establecimiento,
implementación,
mantenimiento y mejora continua del sistema
de gestión de la calidad.

7. Revisión del SGSI por la dirección
7.1 Recursos
La organización debe determinar y
proporcionar los recursos necesarios para el
establecimiento,
implementación,
mantenimiento y mejora continua del sistema
de gestión ambiental.

7.1 Recursos
La organización debe determinar y proporcionar
los recursos necesarios para el establecimiento,
implementación, mantenimiento y mejora
continua del sistema de gestión de la SST.

7.1 generalidades
La dirección debe revisar el SGSI de la
organización a intervalos planificados
(por lo menos una

La organización debe considerar:
a) las capacidades y limitaciones de
los recursos internos existentes;
7.1.2 Personas
La organización debe determinar y
proporcionar las personas necesarias para la
implementación eficaz de su sistema de gestión
de la calidad y para la operación y control de
sus procesos.
7.1.3 Infraestructura
La organización debe determinar,
proporcionar y mantener la infraestructura
necesaria para la operación de sus procesos y
lograr la conformidad de los productos y
servicios.
NOTA La infraestructura puede
incluir:
a) edificios y servicios asociados;
b) equipo, incluyendo hardware y

7.2 competencia
La organización debe:
a) determinar la competencia
necesaria de las personas que realizan
trabajos bajo su control, que afecte a su
desempeño ambiental y su capacidad para
cumplir sus
requisitos legales
y
otros
requisitos;
b) asegurarse de que estas
personas sean competentes, con base en su
educación,
formación
o
experiencia
apropiadas;
c) determinar las necesidades de
formación asociadas con sus aspectos
ambientales y su
sistema de gestión ambiental;
d) cuando sea aplicable, tomar
acciones para adquirir la competencia
necesaria y evaluar
la eficacia de las acciones tomadas.

software;
c) recursos de transporte;
d) tecnología de la información y la
comunicación.
7.1.4 Ambiente para la operación de
los procesos
La organización debe determinar,
proporcionar y mantener el ambiente necesario
para la operación de sus procesos y para lograr
la conformidad de los productos y servicios.
NOTA Un ambiente adecuado
puede ser una combinación de factores
humanos y físicos, tales como:
a) sociales (por ejemplo, no
discriminatorio, ambiente tranquilo, libre de
conflictos);
b) psicológicos (por ejemplo,
reducción del estrés, prevención del síndrome
de agotamiento, cuidado de las emociones);
c) físicos (por ejemplo, temperatura,
calor, humedad, iluminación, circulación del
aire, higiene, ruido). Estos factores pueden
diferir sustancialmente dependiendo de los
productos y servicios suministrados.

7.3 TOMA DE CONCIENCIA
La organización debe asegurarse
de que las personas que realicen el trabajo
bajo el control de
la organización tome conciencia
de:
a) la política ambiental;
b) los aspectos ambientales
significativos y los impactos ambientales
reales o potenciales
relacionados, asociados con su
trabajo;
c) su contribución a la eficacia del
sistema de gestión ambiental, incluidos los
beneficios
de una mejora del desempeño
ambiental;
d) las implicaciones de no
satisfacer los requisitos del sistema de gestión
ambiental,
incluido el incumplimiento de los requisitos
legales y otros requisitos de la organización.
7.4 COMUNICACIÓN
7.4.1 Generalidades

7.2 Competencia
La organización debe:
determinar la competencia necesaria de
los trabajadores que afecta o puede afectar a su
desempeño de la SST;
asegurarse de que los trabajadores sean
competentes (incluyendo la capacidad de
identificar los peligros), basándose en la
educación, formación o experiencia apropiadas;
cuando sea aplicable, tomar acciones
para adquirir y mantener la competencia necesaria
y evaluar la eficacia de las acciones tomadas;
conservar la información documentada
apropiada, como evidencia de la competencia.
NOTA Las acciones aplicables pueden
incluir, por ejemplo, la provisión de formación, la
tutoría o la reasignación de las personas
empleadas actualmente; o la contratación o
subcontratación de personas competentes.
Toma de conciencia
Los
trabajadores
deben
sensibilizados sobre y tomar conciencia de:

ser

la política de la SST y los objetivos de
la SST;
su contribución a la eficacia del
sistema de gestión de la SST, incluidos los
beneficios de una mejora del desempeño de la
SST;
las implicaciones y las consecuencias
potenciales de no cumplir los requisitos del
sistema de gestión de la SST;
los incidentes, y los resultados de
investigaciones, que sean pertinentes para ellos;
los peligros, los riesgos para la SST y
las acciones determinadas, que sean pertinentes
para ellos;

vez al año), para asegurar su
conveniencia, suficiencia y eficacia
continuas. Esta revisión debe
incluir la evaluación de las
oportunidades de mejora y la necesidad
de cambios del SGSI,
incluidos la política de
seguridad y los objetivos de seguridad.
Los resultados de las revisiones
se
deben
documentar
claramente y se deben llevar registros
(véase el numeral 4.3.3).
7.2 Información para la revisión
Las entradas para la revisión
por la dirección deben incluir:
a) resultados de las auditorías
y revisiones del SGSI;
b) retroalimentación de las
partes interesadas;
c) técnicas, productos o
procedimientos que se pueden usar en la
organización
para mejorar el desempeño y
eficacia del SGSI;
d) estado de las acciones
correctivas y preventivas;
e)
vulnerabilidades
o
amenazas no tratadas adecuadamente en
la valoración previa
de los riesgos;
f)
resultados
de
las
mediciones de eficacia;
g) acciones de seguimiento
resultantes de revisiones anteriores por
la dirección;
h) cualquier cambio que
pueda afectar el SGSI; y
i) recomendaciones para
mejoras.
7.3 Resultados de la revisión
Los resultados de la revisión
por la dirección deben incluir cualquier
decisión y acción
relacionada con:
a) la mejora de la eficacia del
SGSI;

7.1.5 Recursos de seguimiento y
medición
7.1.5.1 Generalidades
La organización debe determinar y
proporcionarlos recursos necesarios para
asegurarse de la validez y fiabilidad de los
resultados cuando se realice el seguimiento o la
medición para verificar la conformidad de los
productos y servicios con los requisitos.
La organización debe asegurarse de
que los recursos proporcionados:
a) son apropiados para el tipo
específico de actividades de seguimiento y
medición realizadas;
b) se mantienen para asegurarse de
la idoneidad continua para su propósito.
La organización debe conservar la
información documentada apropiada como
evidencia de que los recursos de seguimiento y
medición son idóneos para su propósito.
7.1.5.2
Trazabilidad
de
las
mediciones
Cuando la trazabilidad de las
mediciones es un requisito, o es considerada
por la organización como parte esencial para
proporcionar confianza en la validez de los
resultados de la medición, el equipo de
medición debe:
a) calibrarse o verificarse, o ambas,
a intervalos especificados, o antes de su
utilización, contra patrones de medición
trazables
a
patrones
de
medición
internacionales o nacionales; cuando no existan
tales patrones, debe conservarse como
información documentada la base utilizada para
la calibración o la verificación;
b) identificarse para determinar su
estado;
c) protegerse contra ajustes, daño o
deterioro que pudieran invalidar el estado de
calibración y los posteriores resultados de la
medición.

La organización debe establecer,
implementar y mantener los procesos
necesarios para las
comunicaciones
internas
y
externas pertinentes al sistema de gestión
ambiental, que incluyan:
a) qué comunicar;
b) cuándo comunicar;
c) a quién comunicar;
d) cómo comunicar.
7.4.2 Comunicación interna
La organización debe:
a) comunicar internamente la
información pertinente del sistema de gestión
ambiental
entre los diversos niveles y
funciones de la organización, incluidos los
cambios en el
sistema de gestión ambiental,
según corresponda;
b) asegurarse de que sus procesos
de comunicación permitan que las personas
que
realicen trabajos bajo el control de
la organización contribuyan a la mejora
continua.
7.4.3 Comunicación externa
La organización debe comunicar
externamente información pertinente al
sistema de gestión
ambiental, según se establezca en
los procesos de comunicación de la
organización y según lo
requieran sus requisitos legales y otros
requisitos.
7.5
INFORMACIÓN
DOCUMENTADA
7.5.1 Generalidades
El sistema de gestión ambiental de
la organización debe incluir:
a) la información documentada
requerida por esta Norma Internacional;
b) la información documentada
que la organización determina como
necesaria para la
eficacia del sistema de gestión ambiental.
7.5.2 Creación y actualización

la capacidad de alejarse de situaciones
de trabajo que consideren que presentan un peligro
inminente y serio para su vida o su salud, así como
las disposiciones para protegerles de las
consecuencias indebidas de hacerlo.
7.3Toma de conciencia
Los
trabajadores
deben
sensibilizados sobre y tomar conciencia de:

ser

a) la política de la SST y los objetivos
de la SST;
b) su contribución a la eficacia del
sistema de gestión de la SST, incluidos los
beneficios de una mejora del desempeño de la
SST;
c)las implicaciones y las consecuencias
potenciales de no cumplir los requisitos del
sistema de gestión de la SST;
d)los incidentes, y los resultados de
investigaciones, que sean pertinentes para ellos;
e) los peligros, los riesgos para la SST
y las acciones determinadas, que sean pertinentes
para ellos;
f) la capacidad de alejarse de
situaciones de trabajo que consideren que
presentan un peligro inminente y serio para su vida
o su salud, así como las disposiciones para
protegerles de las consecuencias indebidas de
hacerlo.
Comunicación
Generalidades
La organización debe establecer,
implementar y mantener los procesos necesarios
para las comunicaciones internas y externas
pertinentes al sistema de gestión de la SST,
incluyendo la determinación de:
a) qué comunicar;

b) la actualización de la
evaluación de riesgos y del plan de
tratamiento de riesgos.
c) La modificación de los
procedimientos y controles que afectan
la seguridad de la
información, según sea
necesario, para responder a eventos
internos o externos
que pueden tener impacto en
el SGSI, incluidos cambios a:
1) los requisitos del negocio,
2)
los
requisitos
de
seguridad,
3) los procesos del negocio
que afectan los requisitos del negocio
existentes,
4)
los
requisitos
reglamentarios o legales,
5)
las
obligaciones
contractuales, y
6) los niveles de riesgo y/o
niveles de aceptación de riesgos.
d) los recursos necesarios.
e) la mejora a la manera en
que se mide la eficacia de los controles.

La organización debe determinar si
la validez de los resultados de medición previos
se ha visto afectada de manera adversa cuando
el equipo de medición se considere no apto para
su propósito previsto, y debe tomar las acciones
adecuadas cuando sea necesario.
7.1.6 Conocimientos de la organización
La organización debe determinar los
conocimientos necesarios para la operación de
sus procesos y para lograr la conformidad de los
productos y servicios.
Estos
conocimientos
deben
mantenerse y ponerse a disposición en la
medida en que sea necesario.
Cuando se abordan las necesidades
y tendencias cambiantes, la organización debe
considerar sus conocimientos Actuales y
determinar cómo adquirir o acceder a los
conocimientos adicionales necesarias yolas
actualizaciones requeridas.
NOTA 1 Los conocimientos de la
organización son conocimientos específicos
que la organización adquiere generalmente con
la experiencia. Es información que se utiliza y
se comparte para lograr los objetivos de la
organización.
NOTA 2 Los conocimientos de la
organización pueden basarse en:
a) fuentes internas (por ejemplo,
propiedad
intelectual;
conocimientos
adquiridos con la experiencia; lecciones
aprendidas de los fracasos y de proyectos de
éxito; capturar y compartir conocimientos y
experiencia no documentados; los resultados de
las mejoras en los procesos, productos y
servicios);
b) fuentes externas (por ejemplo,
normas; academia; conferencias; recopilación
de conocimientos provenientes de clientes o
proveedores externos).
7.2 Competencia
La organización debe:
a) determinar la competencia
necesaria de las personas que realizan, bajo su

Al crear y actualizar la
información documentada, la organización
debe asegurarse de que lo
siguiente sea apropiado:
a)
la identificación y descripción
(por ejemplo, título, fecha, autor
o número de referencia);
b) el formato (por ejemplo,
idioma, versión del software, gráficos) y los
medios de soporte
(por ejemplo, papel, electrónico);
a)
c) la revisión y aprobación con
respecto a la conveniencia y
adecuación.
7.5.3 Control de la información
documentada
La información documentada
requerida por el sistema de gestión ambiental
y por esta Norma
Internacional se debe controlar
para asegurarse de que:
a) esté disponible y sea idónea
para su uso, dónde y cuándo se necesite;
b) esté protegida adecuadamente
(por
ejemplo,
contra
pérdida
de
confidencialidad, uso
inadecuado,
o pérdida
de
integridad).
Para el control de la información
documentada, la organización debe abordar
las siguientes
actividades, según corresponda:
distribución,
acceso,
recuperación y uso;
- almacenamiento y preservación,
incluida la preservación de la legibilidad;
- control de cambios (por ejemplo,
control de versión);
- conservación y disposición.
La información documentada de
origen externo, que la organización determina
como necesaria
para la planificación y operación
del sistema de gestión ambiental, se debe
determinar, según
sea apropiado, y controlar.
NOTA El acceso puede implicar
una decisión en relación al permiso,
solamente para consultar la información

b) cuándo comunicar;
c)a quién comunicar:
internamente entre los diversos niveles
y funciones de la organización;
entre contratistas y visitantes al lugar
de trabajo;
entre otras partes interesadas;
d)cómo comunicar.
La organización debe tener en cuenta
aspectos de diversidad (por ejemplo, género,
idioma, cultura, alfabetización, discapacidad), al
considerar sus necesidades de comunicación.
La organización debe asegurarse de
que se consideran los puntos de vista de partes
interesadas externas al establecer sus procesos de
comunicación.
Al establecer sus procesos de
comunicación, la organización debe:
tener en cuenta sus requisitos legales y
otros requisitos;
asegurarse de que la información de la
SST a comunicar es coherente con la información
generada dentro del sistema de gestión de la SST,
y es fiable
La organización debe responder a las
comunicaciones pertinentes sobre su sistema de
gestión de la SST.
La organización debe conservar la
información documentada como evidencia de sus
comunicaciones, según sea apropiado.
7.5. Comunicación externa
7.5.1Generalidades
La organización debe comunicar
externamente la información pertinente para el
sistema de gestión de la SST, según se establece
en los procesos de comunicación de la
organización y teniendo en cuenta sus requisitos
legales y otros requisitos.

control, un trabajo que afecta al desempeño y
eficacia del sistema de gestión de la calidad;
b) asegurarse de que estas personas
sean competentes, basándose en la educación,
formación o experiencia apropiadas;
c) cuando sea aplicable, tomar
acciones para adquirir la competencia necesaria
y evaluar la eficacia de las acciones tomadas;
d) conservar la información
documentada apropiada como evidencia de la
competencia.
NOTA Las acciones aplicables
pueden incluir, por ejemplo, la formación, la
tutoría o la reasignación de las personas
empleadas actualmente; o la contratación o
subcontratación de personas competentes.
7.3 Toma de conciencia
La organización debe asegurarse de
que las personas que realizan el trabajo bajo el
control de la organización tomen conciencia de:
a) la política de la calidad;
b) los objetivos de la calidad
pertinentes;

documentada, o al permiso y a la autoridad
para consultar y modificar la información
documentada.

Información documentada
El sistema de gestión de la SST de la
organización debe incluir:
a) la información
requerida por este documento;

documentada

b) la información documentada que la
organización determina como necesaria para la
eficacia del sistema de gestión de la SST.
NOTA
La
extensión
de la
información documentada para un sistema de
gestión de la SST puede variar de una
organización a otra, debido a:
el tamaño de la organización y su tipo
de actividades, procesos, productos y servicios;
la necesidad de demostrar el
cumplimiento de los requisitos legales y otros
requisitos;
la complejidad de los procesos y sus
interacciones;
la competencia de los trabajadores.
7.5.2 Creación y actualización

c) su contribución a la eficacia del
sistema de gestión de la calidad, incluidos los
beneficios de una mejora del desempeño;
d)
las
implicaciones
del
incumplimiento de los requisitos del sistema de
gestión de la calidad.

Al crear y actualizar la información
documentada, la organización debe asegurarse de
que lo siguiente sea apropiado:
a) la identificación y descripción (por
ejemplo, título, fecha, autor o número de
referencia);

7.4 Comunicación
La organización debe determinar las
comunicaciones internas y externas pertinentes
al sistema de gestión de la calidad, que
incluyan:
a) que comunicar;
b) cuándo comunicar;

b) el formato (por ejemplo, idioma,
versión del software, gráficos) y los medios de
soporte (por ejemplo, papel, electrónico);
c)la revisión y aprobación con respecto
a la conveniencia y adecuación.
7.5.3Control
documentada

de

la

Información

c) a quién comunicar;
d) cómo comunicar;
e) quién comunica.
7.5 Información documentada

La
información
documentada
requerida por el sistema de gestión de la SST y por
este documento se debe controlar para asegurarse
de que:
a) esté disponible y sea idónea para su
uso, dónde y cuándo se necesite;

7.5.1 Generalidades
El sistema de gestión de la calidad
de la organización debe incluir:
a) la información documentada
requerida por esta Norma Internacional;
b) la información documentada que
la organización determina como necesaria para
la eficacia del sistema de gestión de la calidad.

b) esté protegida adecuadamente (por
ejemplo, contra pérdida de la confidencialidad,
uso inadecuado, o pérdida de integridad).
Para el control de la información
documentada, la organización debe abordar las
siguientes actividades, según sea aplicable
distribución, acceso, recuperación y
uso;

NOTA La extensión de la
información documentada para un sistema de
gestión de la calidad puede variar de una
organización a otra, debido a:
— el tamaño de la organización y a
su tipo de actividades, procesos, productos y
servicios;

almacenamiento
y
preservación,
incluida la preservación de la legibilidad;
control de cambios (por ejemplo,
control de versión);
conservación y disposición.

— la complejidad de los procesos y
sus interacciones;
— la competencia de las personas.
7.5.2 Creación y actualización
Al crear y actualizar la información
documentada, la organización debe asegurarse
de que lo siguiente sea apropiado:
a) la identificación y descripción
(por ejemplo, titulo, fecha, autor o número de
referencia);
b) el formato (por ejemplo, idioma,
versión del software, gráficos) y los medios de
soporte (por ejemplo, papel, electrónico);
c) la revisión y aprobación con
respecto a la conveniencia y adecuación.

La información documentada de
origen externo que la organización determina
como necesaria para la planificación y
operación del sistema de gestión de la SST se
debe identificar, según sea apropiado, y
controlar.

7.5.3 Control de la información
documentada
7.5.3.1
La
información
documentada requerida por el sistema de
gestión de la calidad y por esta Norma
Internacional se debe controlar para asegurarse
de que:
a) esté disponible y sea idónea para
su uso, donde y cuando se necesite;
b) esté protegida adecuadamente
(por ejemplo, contra pérdida de la
confidencialidad, uso inadecuado o pérdida de
integridad).
7.5.3.2 Para el control de la
información documentada, la organización
debe abordar las siguientes actividades, según
corresponda:
a) distribución, acceso, recuperación
y uso;
b) almacenamiento y preservación,
incluida la preservación de la legibilidad;
c) control de cambios (por ejemplo,
control de versión);
d) conservación y disposición.

8. Operación

8.1 Planificación y control
operacional
La organización debe establecer,
implementar, controlar y mantener los
procesos necesarios
para satisfacer los requisitos del
sistema de gestión ambiental y para
implementar las acciones
determinadas en los apartados 6.1
y 6.2, mediante:
- el establecimiento de criterios de
operación para los procesos;
- la implementación del control de los
procesos de acuerdo con los criterios de
operación.

8.1
operacional

Planificación

y

control

8.1.1 Generalidades
La organización debe planificar,
implementar, controlar y mantener los procesos
necesarios para cumplir los requisitos del sistema
de gestión de la SST y para implementar las
acciones determinadas en el capítulo 6 mediante:
a) el establecimiento de criterios para
los procesos;
b) la implementación del control de los
procesos de acuerdo con los criterios;

8. Mejora del SGSI
8.1 mejora continua
La
organización
debe
mejorar continuamente la eficacia del
SGSI mediante el uso de la política
de
seguridad
de
la
información, los objetivos de seguridad
de la información, los resultados de
la auditoría, el análisis de los
eventos a los que se les ha hecho
seguimiento, las acciones
correctivas y preventivas y la
revisión por la dirección.
8.2 Acción correctiva
La
organización
debe
emprender acciones para eliminar la
causa de no conformidades

La organización debe asegurarse
de que los procesos contratados externamente
estén
controlados o que se tenga
influencia sobre ellos. Dentro del sistema de
gestión ambiental se
debe definir el tipo y grado de
control o influencia que se va a aplicar a estos
procesos.
En coherencia con la perspectiva
del ciclo de vida, la organización debe:
a) establecer los controles, según
corresponda, para asegurarse de que sus
requisitos
ambientales se aborden en el
proceso de diseño y desarrollo del producto o
servicio,
considerando cada etapa de su
ciclo de vida;
b) determinar sus requisitos
ambientales para la compra de productos y
servicios, según
corresponda;
c) comunicar sus requisitos
ambientales pertinentes a los proveedores
externos, incluidos
los contratistas;
d) considerar la necesidad de
suministrar información acerca de los
impactos ambientales
potenciales
significativos
asociados con el transporte o la entrega, el
uso, el tratamiento
al fin de la vida útil y la
disposición final de sus productos o servicios.
La organización debe mantener la
información documentada en la medida
necesaria para tener
la confianza en que los procesos se han
llevado a cabo según lo planificado.
8.2
PREPARACIÓN
Y
RESPUESTA ANTE EMERGENCIAS
La organización debe establecer,
implementar y mantener los procesos
necesarios acerca de
cómo prepararse y responder a
situaciones potenciales de emergencia
identificadas en el

c) el mantenimiento y la conservación
de información documentada en la medida
necesaria para confiar en que los procesos se han
llevado a cabo según lo planificado;
d)la adaptación del trabajo a los
trabajadores.
En lugares de trabajo con múltiples
empleadores, la organización debe coordinar las
partes pertinentes del sistema de gestión de la SST
con las otras organizaciones.
8.1.2 Eliminar peligros y reducir
riesgos para la SST
La organización debe establecer,
implementar y mantener procesos para la
eliminación de los peligros y la reducción de los
riesgos para la SST utilizando la siguiente
jerarquía de los controles:
a) eliminar el peligro;
b) sustituir con procesos, operaciones,
materiales o equipos menos peligrosos;
c)utilizar controles de ingeniería y
reorganización del trabajo;
d)utilizar controles administrativos,
incluyendo la formación;
e) utilizar equipos de protección
personal adecuados.
NOTA
En muchos países, los
requisitos legales y otros requisitos incluyen el
requisito de que los equipos de protección
personal (EPP) se proporcionen sin costo para los
trabajadores.
8.1.3 Gestión del cambio
La organización debe establecer
procesos para la implementación y el control de
los cambios planificados temporales y

asociadas con los requisitos
del SGSI, con el fin de prevenir que
ocurran nuevamente. El procedimiento
documentado para la acción correctiva
debe definir requisitos para:
a)
identificar
las
no
conformidades;
b) determinar las causas de
las no conformidades;
c) evaluar la necesidad de
acciones que aseguren que las no
conformidades no
vuelven a ocurrir;
d) determinar e implementar
la acción correctiva necesaria;
e) registrar los resultados de
la acción tomada (véase el numeral
4.3.3); y
f) revisar la acción correctiva
tomada.
8.3 Acción preventiva
La
organización
debe
determinar acciones para eliminar la
causa de no conformidades
potenciales con los requisitos
del SGSI y evitar que ocurran. Las
acciones preventivas tomadas
deben ser apropiadas al
impacto de los problemas potenciales.
El procedimiento documentado para la
acción preventiva debe definir requisitos
para:
a)
identificar
no
conformidades potenciales y sus causas;
b) evaluar la necesidad de
acciones para impedir que las no
conformidades ocurran.
c) determinar e implementar
la acción preventiva necesaria;
d) registrar los resultados de
la acción tomada (véase el numeral
4.3.3), y
e)
revisar
la
acción
preventiva tomada.
La
organización
debe
identificar los cambios en los riesgos e
identificar los requisitos en cuanto
acciones preventivas, concentrando la
atención en los riesgos que han

apartado 6.1.1.
La organización debe:
a) prepararse para responder,
mediante la planificación de acciones para
prevenir o mitigar
los impactos ambientales adversos
provocados por situaciones de emergencia;
b) responder a situaciones de
emergencia reales;
c) tomar acciones para prevenir o
mitigar las consecuencias de las situaciones
de
emergencia, apropiadas a la
magnitud de la emergencia y al impacto
ambiental
potencial;
d) poner a prueba periódicamente
las acciones de respuesta planificadas,
cuando sea
factible;
e)
evaluar
y
revisar
periódicamente los procesos y las acciones de
respuesta planificadas,
en particular, después de que
hayan ocurrido situaciones de emergencia o
de que se
hayan realizado pruebas;
f) proporcionar información y
formación pertinentes, con relación a la
preparación y
respuesta ante emergencias, según
corresponda, a las partes interesadas
pertinentes,
incluidas las personas que trabajan bajo su
control.

permanentes que impactan en el desempeño de la
SST, incluyendo:
a) los nuevos productos, servicios y
procesos o los cambios de productos, servicios y
procesos existentes, incluyendo:
las ubicaciones de los lugares de
trabajo y sus alrededores;
la organización del trabajo;
las condiciones de trabajo;
los equipos;
la fuerza de trabajo;
b) cambios en los requisitos legales y
otros requisitos;
c)cambios en el conocimiento o la
información sobre los peligros y riesgos para la
SST;
d)desarrollos

en

conocimiento

y

tecnología.
La organización debe revisar las
consecuencias de los cambios no previstos,
tomando acciones para mitigar cualquier efecto
adverso, según sea necesario.
NOTA
Los
cambios
resultar en riesgos y oportunidades.

pueden

8.1.4 Compras
8.1.4.1 Generalidades
La organización debe establecer,
implementar y mantener procesos para controlar
la compra de productos y servicios de forma que
se asegure su conformidad con su sistema de
gestión de la SST.
8.1.4.2 Contratistas
La organización debe coordinar sus
procesos de compras con sus contratistas, para
identificar los peligros y para evaluar y controlar
los riesgos para la SST, que surjan de:

cambiado
significativamente.
La prioridad de las acciones
preventivas se debe determinar con base
en los resultados de la valoración de los
riesgos.

a) las actividades y operaciones de los
contratistas que impactan en la organización;
b) las actividades y operaciones de la
organización que impactan en los trabajadores de
los contratistas;
c) las actividades y operaciones de los
contratistas que impactan en otras partes
interesadas en el lugar de trabajo.
La organización debe asegurarse de
que los requisitos de su sistema de gestión de la
SST se cumplen por los contratistas y sus
trabajadores. Los procesos de compra de la
organización deben definir y aplicar los criterios
de la seguridad y salud en el trabajo para la
selección de contratistas.
8.1.4.3 Contratación externa
La organización debe asegurarse de
que las funciones y los procesos contratados
externamente
estén
controlados.
La
organización debe asegurarse de que sus
acuerdos en materia de contratación externa
son coherentes con los requisitos legales y
otros requisitos y con alcanzar los resultados
previstos del sistema de gestión de la SST. El
tipo y el grado de control a aplicar a estas
funciones y procesos deben definirse dentro
del sistema de gestión de la SST.
8.2 Preparación y respuesta ante
emergencias
La organización debe establecer,
implementar y mantener procesos necesarios para
prepararse y para responder ante situaciones de
emergencia potenciales, según se identifica en el
apartado 6.1.2.1, incluyendo:
a) el establecimiento de una respuesta
planificada a las situaciones de emergencia,
incluyendo la prestación de primeros auxilios;
b) la provisión de formación para la
respuesta planificada;

c)las pruebas periódicas y el ejercicio
de la capacidad de respuesta planificada;
d)la evaluación del desempeño y,
cuando sea necesario, la revisión de la respuesta
planificada, incluso después de las pruebas y, en
particular, después de que ocurran situaciones de
emergencia;
e) la comunicación y provisión de la
información pertinente a todos los trabajadores
sobre sus deberes y responsabilidades;
f) la comunicación de la información
pertinente a los contratistas, visitantes, servicios de
respuesta
ante
emergencias,
autoridades
gubernamentales y, según sea apropiado, a la
comunidad local;
g) tener en cuenta las necesidades y
capacidades de todas las partes interesadas
pertinentes y asegurándose que se involucran, según
sea apropiado, en el desarrollo de la respuesta
planificada.
La organización debe mantener y
conservar información documentada sobre los
procesos y sobre los planes de respuesta ante
situaciones de emergencia potenciales.

9. Evaluación del desempeño

9. Evaluación
desempeño

del

9.1 Seguimiento, medición, análisis
y evaluación
9.1.1 Generalidades
La organización debe determinar:
a) qué necesita seguimiento y
medición;
b) los métodos de seguimiento,
medición, análisis y evaluación necesarios para
asegurar resultados válidos;
c) cuándo se deben llevar a cabo el
seguimiento y la medición;

9. Evaluación del desempeño
9.1
Seguimiento,
medición,
análisis y evaluación
9.1.1 Generalidades
La organización debe hacer
seguimiento, medir, analizar y evaluar su
desempeño ambiental.
La organización debe determinar:
a) qué necesita seguimiento y
medición;
b) los métodos de seguimiento,
medición, análisis y evaluación, según
corresponda, para
asegurar resultados válidos;
c) los criterios contra los cuales la
organización evaluará su desempeño
ambiental, y los
indicadores apropiados;

9. Evaluación del desempeño
9.1. Seguimiento, medición, análisis y
evaluación del desempeño
Generalidades
La organización debe establecer,
implementar y mantener procesos para el
seguimiento, la medición, el análisis y la
evaluación del desempeño.
La organización debe determinar:
a) qué necesita
medición, incluyendo:

seguimiento

y

1)el grado en que se cumplen los
requisitos legales y otros requisitos;

d) cuándo se deben analizar y
evaluar los resultados del seguimiento y la
medición.
La organización debe evaluar el
desempeño y la eficacia del sistema de gestión
de la calidad.
La organización debe conservar la
información documentada apropiada como
evidencia de los resultados.
9.1.2 Satisfacción del cliente
La organización debe realizar el
seguimiento de las percepciones de los clientes
del grado en que se cumplen sus necesidades y
expectativas. La organización debe determinar
los métodos para obtener, realizar el
seguimiento y revisar esta información.
9.1.3 Análisis y evaluación
La organización debe analizar y
evaluar los datos y la información apropiados
que surgen por el seguimiento y la medición.
Los resultados del análisis deben
utilizarse para evaluar:
a) la conformidad de los productos y
servicios;
b) el grado de satisfacción del
cliente;
c) el desempeño y la eficacia del
sistema de gestión de la calidad;
d) si lo planificado
implementado de forma eficaz;

se

ha

e) la eficacia de las acciones
tomadas para abordar los riesgos y
oportunidades;
f) el desempeño de los proveedores
externos;
g) la necesidad de mejoras en el
sistema de gestión de la calidad.

d) cuándo se deben llevar a cabo el
seguimiento y la medición;
e) cuándo se deben analizar y
evaluar los resultados del seguimiento y la
medición.
La organización debe asegurarse
de que se usan y mantienen equipos de
seguimiento y
medición calibrados o verificados,
según corresponda.
La organización debe evaluar su
desempeño ambiental y la eficacia del
sistema de gestión
ambiental.
La organización debe comunicar
externa e internamente la información
pertinente a su
desempeño ambiental, según esté
identificado en sus procesos de comunicación
y como se
exija en sus requisitos legales y
otros requisitos.
La organización debe conservar
información documentada apropiada como
evidencia de los
resultados del seguimiento, la
medición, el análisis y la evaluación.
9.1.2
Evaluación
del
cumplimiento
La organización debe establecer,
implementar y mantener los procesos
necesarios para
evaluar el cumplimiento de sus
requisitos legales y otros requisitos.
La organización debe:
a) determinar la frecuencia con la
que se evaluará el cumplimiento;
b) evaluar el cumplimiento y
emprender las acciones que fueran
necesarias;
c) mantener el conocimiento y la
comprensión de su estado de cumplimiento.
La organización debe conservar
información documentada como evidencia de
los resultados de
la evaluación del cumplimiento.

9.2 Auditoria interna
9.2 Auditoría interna

2)sus actividades y operaciones
relacionadas con los peligros, los riesgos y
oportunidades identificados;
3)el progreso en el logro de los
objetivos de la SST de la organización;
4)la eficacia de los
operacionales y de otros controles;

controles

b) los métodos de seguimiento,
medición, análisis y evaluación del desempeño,
según sea aplicable, para asegurar resultados
válidos;
c)los criterios frente a los que la
organización evaluará su desempeño de la SST;
d)cuándo se debe
seguimiento y la medición;

realizar

el

e) cuándo se deben analizar, evaluar y
comunicar los resultados del seguimiento y la
medición.
La organización debe evaluar el
desempeño de la SST y determinar la eficacia del
sistema de gestión de la SST.
La organización debe asegurarse de
que el equipo de seguimiento y medición se
calibra o se verifica según sea aplicable, y se
utiliza y mantiene según sea apropiado.
9.1.2 Evaluación del cumplimiento
La organización debe establecer,
implementar y mantener procesos para evaluar el
cumplimiento con los requisitos legales y otros
requisitos (véase 6.1.3).
La organización debe:
a) determinar la frecuencia y los
métodos para la evaluación del cumplimiento;
b) evaluar el cumplimiento y tomar
acciones si es necesario (véase 10.2);

9.2.1 La organización debe llevar a
cabo auditorías internas a intervalos
planificados para proporcionar información
acerca de si el sistema de gestión de la calidad:
a) es conforme con:
1) los requisitos propios de la
organización para su sistema de gestión-de la
calidad;
2) los requisitos de esta Norma
internacional;
se
eficazmente.

implementa

y

mantiene

9.2.2 La organización debe:
a)
planificar,
establecer,
implementar y mantener uno o varios
programas de auditoría que incluyan la
frecuencia, los métodos, las responsabilidades,
los requisitos de planificación y la elaboración
de informes, que deben tener en consideración
la importancia de los procesos involucrados, los
cambios que afecten a la organización y los
resultados de las auditorías previas;
b) definir los criterios de la auditoría
y el alcance para cada auditoría;
c) seleccionar los auditores y llevar
a cabo auditorías para asegurarse de la
objetividad y la
d) imparcialidad del proceso de
auditoría;
e) asegurarse de que los resultados
de las auditorías se informen a la dirección
pertinente;
f) realizar las correcciones y tomar
las acciones correctivas adecuadas sin demora
injustificada;
g)
conservar
información
documentada como evidencia de la
implementación del programa de auditoría y de
los resultados de las auditorías.

9.2.1 Generalidades
La organización debe llevar a cabo
auditorías internas a intervalos planificados
para
proporcionar información acerca
de si el sistema de gestión ambiental:
a) es conforme con:
1) los requisitos propios de la
organización para su sistema de gestión
ambiental;
2) los requisitos de esta Norma
Internacional;
b) se implementa y mantiene
eficazmente.
9.2.2 Programa de auditoría
interna
La organización debe establecer,
implementar y mantener uno o varios
programas de auditoría
interna que incluyan la frecuencia,
los métodos, las responsabilidades, los
requisitos de
planificación y la elaboración de
informes de sus auditorías internas.
Cuando se establezca el programa
de auditoría interna, la organización debe
tener en cuenta la
importancia ambiental de los
procesos involucrados, los cambios que
afectan a la organización
y los resultados de las auditorías
previas.
La organización debe:
a) definir los criterios de auditoría
y el alcance para cada auditoría;
b) seleccionar los auditores y
llevar a cabo auditorías para asegurarse de la
objetividad y
la imparcialidad del proceso de
auditoría;
c) asegurarse de que los resultados
de las auditorías se informen a la dirección
pertinente.
La organización debe conservar
información documentada como evidencia de
la
implementación del programa de
auditoría y de los resultados de ésta.

c) mantener el conocimiento y la
comprensión de su estado de cumplimiento con
los requisitos legales y otros requisitos;
d)conservar
la
información
documentada de los resultados de la evaluación
del cumplimiento.
9.2 Auditoría interna
9.2.1 Generalidades
La organización debe llevar a cabo
auditorías internas a intervalos planificados, para
proporcionar información acerca de si el sistema
de gestión de la SST:
a) es conforme con:
1) los requisitos propios de la
organización para su sistema de gestión de la SST,
incluyendo la política de la SST y los objetivos de
la SST;
2)los requisitos de este documento;
b)
eficazmente.

se

implementa

y

mantiene

Programa de auditoría interna
La organización debe:
a) planificar, establecer, implementar y
mantener programas de auditoría que incluyan la
frecuencia, los métodos, las responsabilidades, la
consulta, los requisitos de planificación, y la
elaboración de informes, que deben tener en
consideración la importancia de los procesos
involucrados y los resultados de las auditorías
previas;
b) definir los criterios de la auditoría y
el alcance para cada auditoría;
c)seleccionar auditores y llevar a cabo
auditorías para asegurarse de la objetividad y la
imparcialidad del proceso de auditoría;

9.3 REVISIÓN POR LA DIRECCIÓN
9.3.1 Generalidades
La alta dirección debe revisar el
sistema de gestión de la calidad de la
organización a intervalos planificados, para
asegurarse de su conveniencia, adecuación,
eficacia y alineación continuas con la dirección
estratégica de la organización.
9.3.2 Entradas de la revisión por la
dirección
La revisión por la dirección debe
planificarse y llevarse a cabo incluyendo
consideraciones sobre:
a) el estado de las acciones de las
revisiones por la dirección previas;
b) los cambios en las cuestiones
externas e internas que sean pertinentes al
sistema de gestión de la calidad;
c) la información sobre el
desempeño y la eficacia del sistema de gestión
de la calidad, incluidas las tendencias relativas
a:
1) la satisfacción del cliente y la
retroalimentación de las partes interesadas
pertinentes;
2) el grado en que se han logrado los
objetivos de la calidad;
3) el desempeño de los procesos y
conformidad de los productos y servicios;
4) las no conformidades y acciones
correctivas;
5) los resultados de seguimiento y
medición;
6) los resultados de las auditorias;
7) el desempeño de los proveedores
externos;
d) la adecuación de los recursos;

9.3 REVISIÓN POR LA DIRECCIÓN
La alta dirección debe revisar el
sistema de gestión ambiental de la
organización a intervalos
planificados, para asegurarse de su
conveniencia,
adecuación y eficacia
continuas.
La revisión por la dirección debe
incluir consideraciones sobre:
a) el estado de las acciones de las
revisiones por la dirección previas;
b) los cambios en:
1) las cuestiones externas e
internas que sean pertinentes al sistema de
gestión
ambiental;
2) las necesidades y expectativas
de las partes interesadas, incluidos los
requisitos
legales y otros requisitos;
3) sus aspectos ambientales
significativos;
4) los riesgos y oportunidades;
c) el grado en el que se han
logrado los objetivos ambientales;
d) la información sobre el
desempeño ambiental de la organización,
incluidas las
tendencias relativas a:
1) no conformidades y acciones
correctivas;
2) resultados de seguimiento y
medición;
3) cumplimiento de los requisitos
legales y otros requisitos;
4) resultados de las auditorías;
e) adecuación de los recursos;
f) las comunicaciones pertinentes
de las partes interesadas, incluidas las quejas;
g) las oportunidades de mejora
continua;
Las salidas de la revisión por la
dirección deben incluir:
- las conclusiones sobre la
conveniencia,
adecuación y eficacia
continuas del sistema de
gestión ambiental;
- las decisiones relacionadas con
las oportunidades de mejora continua;

d)asegurarse de que los resultados de
las auditorías se informan a los directivos
pertinentes; asegurarse de que se informa de los
hallazgos de la auditoría pertinentes a los
trabajadores, y cuando existan, a los
representantes de los trabajadores, y a otras partes
interesadas pertinentes;
e) tomar acciones para abordar las no
conformidades y mejorar continuamente su
desempeño de la SST (véase el Capítulo 10);
f) conservar información documentada
como evidencia de la implementación del
programa de auditoría y de los resultados de las
auditorías.
9.1.2 Evaluación del cumplimiento
La organización debe establecer,
implementar y mantener procesos para evaluar el
cumplimiento con los requisitos legales y otros
requisitos (véase 6.1.3).
La organización debe:
a) determinar la frecuencia y los
métodos para la evaluación del cumplimiento;
b) evaluar el cumplimiento y tomar
acciones si es necesario (véase 10.2);
c)mantener el conocimiento y la
comprensión de su estado de cumplimiento con
los requisitos legales y otros requisitos;
d)conservar
la
información
documentada de los resultados de la evaluación
del cumplimiento.
Auditoría interna
9.2.1Generalidades
La organización debe llevar a cabo
auditorías internas a intervalos planificados, para
proporcionar información acerca de si el sistema
de gestión de la SST:
a) es conforme con:

e) la eficacia de las acciones
tomadas para abordar los riesgos y las
oportunidades (véase 6.1);
f) las oportunidades de mejora.
9.3.3 Salidas de la revisión por la
dirección
Las salidas de la revisión por la
dirección deben incluir las decisiones y
acciones relacionadas con:
a) las oportunidades de mejora;
b) cualquier necesidad de cambio en
el sistema de gestión de la calidad;
c) las necesidades de recursos.
La organización debe conservar
información documentada como evidencia de
los resultados de las revisiones por la dirección

- las decisiones relacionadas con
cualquier necesidad de cambio en el sistema
de gestión
ambiental, incluidas los recursos;
- las acciones necesarias cuando
no se hayan logrado los objetivos
ambientales;
- las oportunidades de mejorar la
integración del sistema de gestión ambiental
a otros
procesos de negocio, si fuera
necesario;
- cualquier implicación para la
dirección estratégica de la organización.
La organización debe conservar
información documentada como evidencia de
los resultados de
las revisiones por la dirección.

1)los requisitos propios de la
organización para su sistema de gestión de la SST,
incluyendo la política de la SST y los objetivos de
la SST;
2)los requisitos de este documento;
b)
eficazmente.

se

implementa

y

mantiene

9.2.2Programa de auditoria interna
La organización debe:
a) planificar, establecer, implementar y
mantener programas de auditoría que incluyan la
frecuencia, los métodos, las responsabilidades, la
consulta, los requisitos de planificación, y la
elaboración de informes, que deben tener en
consideración la importancia de los procesos
involucrados y los resultados de las auditorías
previas;
b) definir los criterios de la auditoría y
el alcance para cada auditoría;
c)seleccionar auditores y llevar a cabo
auditorías para asegurarse de la objetividad y la
imparcialidad del proceso de auditoría;
d)asegurarse de que los resultados de
las auditorías se informan a los directivos
pertinentes; asegurarse de que se informa de los
hallazgos de la auditoría pertinentes a los
trabajadores, y cuando existan, a los
representantes de los trabajadores, y a otras partes
interesadas pertinentes;
e) tomar acciones para abordar las no
conformidades y mejorar continuamente su
desempeño de la SST (véase el Capítulo 10);
f) conservar información documentada
como evidencia de la implementación del
programa de auditoría y de los resultados de las
auditorías.

a) el grado en el que se han cumplido
la política de la SST y los objetivos de la SST;
b) la información sobre el desempeño
de la SST, incluidas las tendencias relativas a:
1)los incidentes, no conformidades,
acciones correctivas y mejora continua;
2)los resultados de seguimiento y
medición;
3)los resultados de la evaluación del
cumplimiento con los requisitos legales y otros
requisitos;
4)los resultados de la auditoría;
5)la consulta y la participación de los
trabajadores;
6)los riesgos y oportunidades;
c)la adecuación de los recursos para
mantener un sistema de gestión de la SST eficaz;
d)las comunicaciones pertinentes con
las partes interesadas;
e)

las

oportunidades

de

mejora

continua.
Las salidas de la revisión por la
dirección deben incluir las decisiones relacionadas
con:
la conveniencia, adecuación y eficacia
continuas del sistema de gestión de la SST en
alcanzar sus resultados previstos;
las oportunidades de mejora continua;
cualquier necesidad de cambio en el
sistema de gestión de la SST;
los recursos necesarios;
las acciones, si son necesarias;

las oportunidades de mejorar la
integración del sistema de gestión de la SST con
otros procesos de negocio;
cualquier implicación para la dirección
estratégica de la organización.
La alta dirección debe comunicar los
resultados pertinentes de las revisiones por la
dirección a los trabajadores, y cuando existan, a
los representantes de los trabajadores (véase 7.4).
La organización debe conservar
información documentada como evidencia de los
resultados de las revisiones por la dirección.

10. Mejora

10 Mejora
10.1 Generalidades
La organización debe determinar y
seleccionar las oportunidades de mejora e
implementar cualquier acción necesaria para
cumplir los requisitos del cliente y aumentar la
satisfacción del cliente.
Éstas deben incluir:
a) mejorar los productos y servicios
para cumplir los requisitos, así como considerar
las necesidades y expectativas futuras;
b) corregir, prevenir o reducir los
efectos no deseados;
c) mejorar el desempeño y la
eficacia del sistema de gestión de la calidad.
NOTA Los ejemplos de mejora
pueden incluir corrección, acción correctiva,
mejora continua, cambio abrupto, innovación y
reorganización.
10.2 No conformidad y acción
correctiva
10.2.1Cuando ocurra una no
conformidad, incluida cualquiera originada por
quejas, la organización debe:
a) reaccionar ante la no conformidad
y, cuando sea aplicable:

10 Mejora
10.1 Generalidades
La organización debe determinar
las oportunidades de mejora (véanse 9.1, 9.2
y 9.3) e
implementar
las
acciones
necesarias para lograr los resultados previstos
en su sistema de
gestión ambiental.
10.2 NO CONFORMIDAD Y
ACCIÓN CORRECTIVA
Cuando
ocurra
una
no
conformidad, la organización debe:
a) reaccionar ante la no
conformidad, y cuando sea aplicable:
1) tomar acciones para controlarla
y corregirla;
2)
hacer
frente
a
las
consecuencias, incluida la mitigación de los
impactos
ambientales adversos;
b) evaluar la necesidad de
acciones para eliminar las causas de la no
conformidad, con el
fin de que no vuelva a ocurrir en
ese mismo lugar ni ocurra en otra parte,
mediante:
1) la revisión de la no
conformidad;
2) la determinación de las causas
de la no conformidad;

10 Mejora
10.1 Generalidades
La organización debe determinar las
oportunidades de mejora (véase el Capítulo e
implementar las acciones necesarias para alcanzar
los resultados previstos de su sistema de gestión
de la SST.
10.1 Incidentes, no conformidades y
acciones correctivas
La organización debe establecer,
implementar y mantener procesos, incluyendo
informar, investigar y tomar acciones para
determinar y gestionar los incidentes y las no
conformidades.
Cuando ocurra un incidente o una no
conformidad, la organización debe:
a) reaccionar de manera oportuna ante
el incidente o la no conformidad y, según sea
aplicable:
1)tomar acciones para controlar y
corregir el incidente o la no conformidad;
2)hacer frente a las consecuencias;
b) evaluar, con la participación de los
trabajadores (véase 5.4) e involucrando a otras

1) tomar acciones para controlarla y
corregirla;
2) hacer frente a las consecuencias;
b) evaluar la necesidad de acciones
para eliminar las causas de la no conformidad,
con el fin de que no vuelva a ocurrir ni ocurra
en otra parte, mediante:
1) la revisión y el análisis de la no
conformidad;
2) la determinación de las causas de
la no conformidad;
3) la determinación de si existen no
conformidades similares, o que potencialmente
puedan ocurrir;
c) implementar cualquier acción
necesaria;
d) revisar la eficacia de cualquier
acción correctiva tomada;
e) si fuera necesario, actualizar los
riesgos y oportunidades determinados, durante
la planificación; y
si fuera necesario, hacer cambios al
sistema de gestión de la calidad.,
10.3 Mejora continua
La organización debe mejorar
continuamente la conveniencia, adecuación y
eficacia del sistema de gestión de la calidad.
La organización debe considerar los
resultados del análisis y la evaluación, y las
salidas de la revisión por la dirección, para
determinar si hay necesidades u oportunidades
que deben considerarse como parte de la mejora
continua.
Las acciones correctivas deben ser
apropiadas a los efectos de las no
conformidades encontradas.
10.2.2 La organización debe
conservar información documentada tomo
evidencia de:

3) la determinación de si existen
no conformidades similares, o que
potencialmente
puedan ocurrir;
c) implementar cualquier acción
necesaria;
d) revisar la eficacia de cualquier
acción correctiva tomada; y
e) si fuera necesario, hacer
cambios al sistema de gestión ambiental.
Las acciones correctivas deben ser
apropiadas a la importancia de los efectos de
las no conformidades encontradas, incluidos
los impactos ambientales.
La organización debe conservar
información documentada como evidencia
de:
- la naturaleza de las no
conformidades y cualquier acción tomada
posteriormente, y
- los resultados de cualquier
acción correctiva.
10.3 MEJORA CONTINUA
La organización debe mejorar
continuamente la conveniencia, adecuación y
eficacia del
sistema de gestión ambiental para
mejorar el desempeño ambiental.

partes interesadas pertinentes, la necesidad de
acciones correctivas para eliminar las causas raíz
del incidente o la no conformidad, con el fin de
que no vuelva a ocurrir ni ocurra en otra parte,
mediante:
1)la investigación del incidente o la
revisión de la no conformidad;
2)la determinación de las causas del
incidente o la no conformidad;
3)la determinación de si han ocurrido
incidentes similares, si existen no conformidades,
o si potencialmente podrían ocurrir;
c)revisar las evaluaciones existentes de
los riesgos para la SST y otros riesgos, según sea
apropiado (véase 6.1);
d)determinar e implementar cualquier
acción necesaria, incluyendo acciones correctivas,
de acuerdo con la jerarquía de los controles (véase
8.1.2) y la gestión del cambio (véase 8.1.3);
e) evaluar los riesgos de la SST que se
relacionan con los peligros nuevos o modificados,
antes de tomar acciones;
f) revisar la eficacia de cualquier
acción tomada, incluyendo las acciones
correctivas;
g) si fuera necesario, hacer cambios al
sistema de gestión de la SST.
Las acciones correctivas deben ser
apropiadas a los efectos o los efectos potenciales
de los incidentes o las no conformidades
encontradas.
La organización debe conservar
información documentada, como evidencia de:
la naturaleza de los incidentes o las no
conformidades y cualquier acción tomada
posteriormente;

a) la naturaleza de las no
conformidades y cualquier acción tomada
posteriormente;
los resultados de cualquier acción
correctiva.
10.3 Mejora continua
La organización debe mejorar
continuamente la conveniencia, adecuación y
eficacia del sistema de gestión de la calidad.
La organización debe considerar los
resultados del análisis y la evaluación, y las
salidas de la revisión por la dirección, para
determinar si hay necesidades u oportunidades
que deben considerarse como parte de la mejora
continua.

los resultados de cualquier acción y
acción correctiva, incluyendo su eficacia.
La organización debe comunicar esta
información documentada a los trabajadores
pertinentes, y cuando existan, a los representantes
de los trabajadores, y a otras partes interesadas
pertinentes.
10.3 Mejora continua
La organización debe mejorar
continuamente la conveniencia, adecuación y
eficacia del sistema de gestión de la SST para:
a) mejorar el desempeño de la SST;
b) promover una cultura que apoye al
sistema de gestión de la SST;
c)promover la participación de los
trabajadores en la implementación de acciones
para la mejora continua del sistema de gestión de
la SST;
d)comunicar los resultados pertinentes
de la mejora continua a sus trabajadores, y cuando
existan, a los representantes de los trabajadores;
e) mantener y conservar información
documentada como evidencia de la mejora
continua.

