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kosivujen sekä sosiaalisen median käyttämisestä ennakoivan turvallisuusviestinnän välineenä. 
Ennakoivaa turvallisuusviestintää on Suomessa tutkittu melko vähän kun sitä verrataan turval-
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Suomessa.  
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mikä vaikuttaa suuresti viestinnän vaikuttavuuteen. Selvityksen pohjalta voidaan todeta, että 
käyttämällä kotisivuja ja sosiaalista mediaa turvallisuusviestinnässä, pystytään tavoittamaan 
kohdeyleisö paremmin. Paremmalla tavoitettavuudella voidaan myös vaikuttaa positiivisesti 
organisaation turvallisuuskulttuuriin ja turvallisuuden johtamiseen.  
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 1 Johdanto 
Turvallisuusviestinnällä pystytään lisäämään turvallisuuteen liittyvien toimien vaikuttavuutta 
sekä sitoa nämä eri toimet yhdeksi kokonaisuudeksi, jolloin kokonaisuutta on helpompi halli-
ta. Turvallisuusviestintä on keino välittää organisaation turvallisuusstrategia henkilöstölle ja 
edesauttaa organisaation positiivisen turvallisuuskulttuurin luomista. Turvallisuustyön tekemi-
nen ja sen kehittäminen on organisaatiossa jatkuva prosessi. (Merivirta & Mäkelä 2011, 4.) 
 
Nykyään useilla organisaatioilla on verkkosivut ja yhä enenevässä määrin organisaatioiden si-
säinen viestintä siirtyy verkkoon. Kotisivujen, sosiaalisen median ja sisäisten verkkojen käytön 
lisääntyessä luo se mahdollisuuden käyttää niitä turvallisuusviestintään. Verkkosivuilla sekä 
sosiaalisella medialla pystytään tavoittamaan kohderyhmiä helposti ja nopeasti. 
 
Opinnäytetyössä selvitetään, millaisten kotisivujen ja sosiaalisen median viestinnällä eräs 
ammattikorkeakoulu nousee ennakoivan turvallisuusviestinnän edelläkävijäksi Suomessa. 
Opinnäytetyön tarkoituksena on laatia selvitys ammattikorkeakoululle ennakoivan turvalli-
suusviestinnän hyvistä käytänteistä, mikä pitää sisällään ohjeita sen toteuttamisesta ja ylläpi-
tämisestä. Nämä ohjeet kootaan yhdeksi oppaaksi. Opinnäytetyöllä pyritään nostamaan am-
mattikorkeakoulu ennakoivan turvallisuusviestinnän edelläkävijäksi Suomessa, sillä tällä het-
kellä kotimaisten korkeakoulujen ennakoivan turvallisuusviestinnän taso ei ole kovin korkea.  
 
Lisäksi selvityksellä pyritään parantamaan korkeakoulun turvallisuuskulttuuria ja kehittämään 
turvallisuusjohtamista turvallisuusviestinnän osalta. Turvallisuusviestinnän ja -kulttuurin ke-
hittämisellä on tarkoitus parantaa korkeakoulun toiminnan läpinäkyvyyttä turvallisuusjohtami-
sessa ja – viestinnässä. Tarkoituksena on vaikuttaa positiivisesti turvallisuuskulttuurin para-
nemiseen sekä henkilöstön turvallisuustietoisuuteen. Jos työssäsi on laki- ja lyhenneluettelo 
tai pelkkä lyhenneluettelo, se sijoitetaan tiivistelmien jälkeen mutta ennen sisällysluetteloa. 
 
2 Opinnäytetyön tausta 
 
Ammattikorkeakoulun tahtotila ennakoivan turvallisuusviestinnän kehittämiseen on korkea ja 
korkeakoulussa panostetaan riskilähtöiseen turvallisuuskoulutukseen ja avoimeen 
turvallisuusviestintään. Kohde korkeakoulun turvallisuuspäällikkö vastaa 
turvallisuuskoulutuksen suunnittelusta. Esimiehet puolestaan vastaavat työntekijöiden 
turvallisuusperehdytyksestä ja -koulutuksesta sekä korkeakouluyhteisölle järjestettävästä 
säännöllisestä ja tehtäväkohtaisesta turvallisuuskoulutuksesta. Turvallisuuskoulutus on 
korkeakoulussa riskilähtöistä ja organisaation visiota ja strategiaa tukevaa. (Laurea 2016.) 
Koska ammattikorkeakoulu pyrkii olemaan edelläkävijä turvallisuusviestinnässä Suomessa, 
tulee sen erottua edukseen muista korkeakouluista avoimella ja selkeällä ennakoivalla 
 7 
turvallisuusviestinnällä. Seuraavissa kohdissa käsitellään tarkemmin tämän selvityksen 
tarkoitusta ja tavoitteita. 
2.1 Opinnäytetyön tarkoitus, tavoitteet ja tutkimuskysymys 
Opinnäytetyön tarkoituksena on laatia selvitys korkeakoululle ennakoivasta 
turvallisuusviestinnästä, joka pitää sisällään hyvät käytänteet sen toteuttamisesta ja 
ylläpitämisestä. Selvityksen pohjalta luodaan opas, johon nämä ohjeet ja käytänteet on 
koottu. Opinnäytetyön tavoitteena on pyrkiä nostamaan ammattikorkeakoulu ennakoivan 
turvallisuusviestinnän edelläkävijäksi Suomessa. Opinnäytetyössä selvitetään 
 
 Millaisella turvallisuusviestinnällä kotisivuilla ja sosiaalisessa mediassa eräs 
ammattikorkeakoulu nousee ennakoivan turvallisuusviestinnän edelläkävijäksi 
Suomessa?  
 
Opinnäytetöissä on yleensä ongelmana rajaus. Työ voi olla liian laaja, jolloin rajaus on tehty 
liian löyhästi tai liian suppea jolloin rajaus on tehty liian rajusti. Tämän opinnäytetyön kohde 
on eräs ammattikorkeakoulu ja turvallisuusviestinnässä käytettävät työkalut ovat Facebook 
sekä korkeakoulun omat internet kotisivut. Korkeakoulussa on jo ennestään hyvä turvallisuus-
kulttuuri ja tahtotila kehittyä paremmaksi, joten turvallisuusviestinnän kehittäminen ja sen 
vastaaminen nykypäivän kohderyhmien tarpeisiin ovat tämän päivän mukaista. Tässä selvityk-
sessä keskitytään turvallisuusviestinnän kehittämiseen, joka on osa kokonaisvaltaista turvalli-
suusjohtamista. Turvallisuusviestinnän työkaluiksi valikoituivat sosiaalisesta mediasta suosi-
tuin sosiaalinen kanava Facebook ja korkeakoulun omat Facebook -sivut sekä korkeakoulun 
internet kotisivut.  
 
Facebook valikoitui sosiaalisen median edustajaksi, koska se mielletään usein sosiaalisen me-
dian synonyymiksi ja sen käyttäjämäärät ovat suuria. Facebook yhteisöpalvelua käytti 
31.3.2016 jo yhteensä 1,65 miljardia ihmistä (Facebook 2016). Leinon (2012, 121) mukaan 
Facebook on käyttäjälleen ajanviettopaikka, jonne voi tallentaa muistoja sekä pitää yhteyttä 
toisiin käyttäjiin. Facebook on myös sosiaalisen median keskipiste, joka muiden verkostopal-
veluiden tulee ottaa huomioon omassa käytettävyydessään ja jaettavuudessaan. 
2.2 Keskeiset käsitteet 
Tässä kohdassa käsitellään opinnäytetyön keskeisiä käsitteitä, jotka avaavat ennakoivan tur-
vallisuusviestinnän käsitettä ja auttavat lukijaa hahmottamaan mihin tämä opinnäytetyö poh-
jautuu. 
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Ennakointi toisin sanoen Proaktiivisuus on yleisen suomalaisen asiasanaston mukaan tulevai-
suuden haasteiden ja uhkien varhaista tunnistamista ja niihin varautumista (YSA 2015). Proak-
tiivisuudella pyritään tavoitteelliseen, aloitteelliseen ja ennakoivaan toimintamalliin, jossa 
ongelmatilanteet vältetään jo ennalta.  
 
Ennakoiva eli proaktiivinen turvallisuusviestintä on turvallisuusasioiden kokoaikaista esilläpi-
toa, kannustamista turvallisiin ja terveellisiin toimintatapoihin sekä asenteisiin vaikuttamista. 
Ennakoivalla turvallisuusviestinnällä pystytään myös jalkauttamaan organisaatioon turvalli-
suusnormeja ja luomaan tahtotila, jolla organisaation kaikki jäsenet pyrkivät turvalliseen ja 
terveelliseen toimintaan. Ennakoivan turvallisuusviestinnän avulla organisaatio kykenee si-
touttamaan kaikki turvallisuuden eteen tekemänsä toimet ja nostamaan niiden vaikuttavuut-
ta. Hyvällä turvallisuusviestinnällä pystytään välittämään henkilöstölle organisaation turvalli-
suusnormit ja näkemykset sekä luomaan positiivista turvallisuusilmapiiriä. (Merivirta & Mäkelä 
2011, 4-5.)  
 
Sosiaalinen media tarkoittaa julkista sivustoa, jossa ihmiset voivat jakaa sekä kommentoida 
sinne tuotettua sisältöä. Sosiaaliseksi sivuston tekevät sen käyttäjät, jotka tuottavat sisällön 
yhdessä. Sosiaalinen media sisältää tietoa, jolla on ihmisille merkitystä ja he voivat itse tuot-
taa, jakaa ja kommentoida sisältöä. (Korpi 2010.) 
  
Turvallisuus on tarve ja tunne, joka perustuu tilanteeseen yksilön ympärillä (Puolustusminis-
teriö 2007, 26). Turvallisuus on yksi osa Maslowin tarvehierarkiaa, jossa turvallisuus on tunne, 
jota ihminen tarvitsee. Kun ihminen on tyydyttänyt fyysiset, esimerkiksi nälän, janon ja levon 
tarpeensa, tarvitaan seuraavaksi turvallisuutta ja tunnetta olla turvassa. (Maslow 1987.) 
 
Turvallisuusjohtaminen on kokonaisvaltaista turvallisuuden hallintaa. Turvallisuusjohtaminen 
pitää sisällään niin lakisääteisen kuin omaehtoisen menetelmien, tapojen ja ihmisten turvalli-
suusjohtamisen. Keskeisenä ajatuksena ovat työpaikan turvallisuuden ja terveellisyyden edis-
täminen sekä näiden jatkuvuus. Turvallisuusjohtaminen koostuu jatkuvasta suunnittelusta, 
toiminnasta ja seurannasta. (Sosiaali- ja terveysministeriö 2002.) Lanne (2007, 12) kuvaa tur-
vallisuusjohtamista jatkuvana kehänä (Kuvio 1), joka etenee politiikasta ja tavoitteista suun-
nittelun ja toteutuksen kautta seurantaan ja arviointiin ja niitä seuraavien korjaustoimien 
kautta jatkuvaan parantamiseen. 
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Kuvio 1: Demingin jatkuvan kehittämisen malli (mukaillen Lanne 2007) 
 
Viestintä on saanut alkunsa latinakielisestä sanasta communicare, joka tarkoittaa yhdessä 
tekemistä. Viestintä on lähtökohtaisesti kahden tai useamman henkilön tai asian välistä kom-
munikaatiota sanattomasti tai sanallisesti. (Siukosaari 2002, 11.)  Ikävalko (1995, 11–12) mää-
rittelee viestinnän tietojen vaihdannaksi. Hänen mukaan viestintätapahtuma on monimutkai-
nen vuorovaikutustapahtuma lähettäjän ja vastaanottajan välillä. Viestinnän tehtävä on in-
formoida, kun jotain tapahtuu tai suunnitellaan. 
3 Opinnäytetyössä käytetyt menetelmät 
Tämä opinnäytetyö on toiminnallinen opinnäytetyö, jossa tiedonkeruumenetelminä käytetään 
kirjallisuuskatsausta ja teemahaastattelua. Aineistoista ja eri lähteistä kerättyä tietoa analy-
soidaan teemoittelun ja tyypittelyn avulla. Tässä luvussa kerrotaan käytetyistä tiedonkeruu-
menetelmistä ja tiedon analysointimenetelmistä, sekä mitä toiminnallinen opinnäytetyö tar-
koittaa. 
3.1 Toiminnallinen opinnäytetyö 
Ammattikorkeakoulussa on mahdollista toteuttaa opinnäytetyö joko toiminnallisesti tai 
tutkimuksellisesti. Toiminnallisen opinnäytetyön tavoitteena on ammatillisen toiminnan 
ohjaus, opastus, järjestäminen sekä järkeistäminen. Toiminnallisen opinnäytetyön 
tarkoituksena on tuottaa hyödyllistä tietoa organisaatiokohteelle hyödyntämällä käytännön 
taitoa sekä teoreettista tietoa. Opinnäytetyössä tulisi tutkimusviestinnällinen raportointi sekä 
Turvallisuuspolitiikka ja 
tavoitteet 
Suunnittelu 
Toteutus Seuranta 
Arvionti 
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käytännön toteutus kulkea käsikädessä. Vaatimuksia toiminnalliselle opinnäytetyölle ovat 
tuotteen uusi muoto, käytettävyys niin käyttäjien kuin käyttöympäristön keskuudessa, sisällön 
sopivuus, houkuttelevuus, selkeys, informatiivisuus ja johdonmukaisuus. (Vilkka & Airaksinen 
2004, 10, 53, 159.) 
 
Vilkan ja Airaksisen mukaan (2004, 38-40) toiminnallisen opinnäytetyön tarkoitus on tuottaa 
produkti eli tuote tai tapahtuma jonkun käytettäväksi. Tavoite on ihmisten osallistaminen 
toimintaan tai toiminnan selkeyttäminen ja selvittäminen esimerkiksi oppaan avulla. Tästä 
johtuen kohderyhmän rajaaminen on ensisijaisen tärkeää opinnäytetyötä tehdessä. 
Kohderyhmiä voidaan määritellä yleisesti esimerkiksi iän, koulutuksen tai ammattiaseman 
mukaan. Tärkeää opinnäytetyössä on myös pohtia ongelmaa, johon opinnäytetyöllä pyritään 
löytämään ratkaisu.  
 
Opinnäytetyön toteutustapa on yleensä riippuvainen opiskeltavasta alasta sekä 
kohderyhmästä. Yleisiä tapoja toteuttaa työ ovat esimerkiksi kotisivut, opas tai tapahtuman 
järjestäminen. Toteutustavalla tarkoitetaan tässä yhteydessä kaikkea työn eteen tehtyä työtä 
materiaalin sisällön hankintakeinoista työn visuaalisen ilmeen ja virikkeiden toteutustapoihin. 
Pelkkä tapahtuma tai tuote eivät kuitenkaan itsenäisesti riitä toiminnalliseksi 
opinnäytetyöksi, vaan työ tarvitsee myös teoreettisen viitekehyksen. Ideana työssä on, että 
opiskelija kykenee yhdistämään ammatillisen teorian käytäntöön. Opiskelijan tulisi myös 
kyetä oman alan teorioiden sekä käsitteiden avulla pohtimaan kriittisesti käytännön ratkaisuja 
ja samalla kehittää ammattikulttuuriaan. (Vilkka & Airaksinen 2004, 10, 41 - 42, 56.)    
3.2 Tiedonkeruumenetelmät 
Kirjallisuuskatsauksessa tavoitteena on selvittää ja näyttää lukijalle mistä näkökulmista ja 
miten asiaa on aiemmin jo tutkittu, ja miten uusi tutkimus liittyy näihin jo olemassa oleviin 
teorioihin ja tietoihin. Kirjallisuuskatsauksessa on pyrittävä selventämään lukijalle valmiiksi 
tutkimukseen liittyvät keskeiset näkökulmat, ratkaisut ongelmiin ja saadut tutkimustulokset. 
(Hirsjärvi, Remes & Sajavaara 2009, 108–109.) 
 
Kirjallisuuskatsaus on melko vapaamuotoinen lähdekirjallisuuden kannalta, koska siihen kel-
paavat työhön liittyen niin aikakausilehtiartikkelit, kirjat, tutkimukset sekä muut keskeiset 
julkaisut. Kirjallisuuskatsaus on todella työläs menetelmä, sillä se vaatii paljon lukemista, 
muistiinpanemista, olennaisten asioiden selvittämistä ja kaiken sitomista omaan työhön. Se 
on kuitenkin todella monipuolinen työmenetelmä ja antaa paljon erilaisia näkökulmia aihee-
seen. (Hirsjärvi ym. 2009, 109.) 
 
Haastattelu on erinomainen tutkimusmenetelmä, kun halutaan saada syvällistä tietoa. Haas-
tattelu on joustava tapa tehdä tutkimusta. Siinä päästään suoraan kontaktiin haastateltavan 
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kanssa, jolloin pystytään helpommin selvittämään henkilöiden tuntemuksia, kokemuksia ja 
uskomuksia. (Hirsjärvi ym. 2009, 204–210.) Teemahaastattelu toisin sanoen puolistrukturoitu 
haastattelu on haastattelun muoto, jonka etenemistä rajoitetaan tietyn teeman sisään, mutta 
annetaan hieman vapaampia kysymyksiä aiheesta eikä niinkään tarkkoja. Haastattelun tarkoi-
tuksena on saada haastateltavilta mahdollisimman luotettavaa tietoa. (Hirsjärvi & Hurme 
2008, 11, 47.) 
3.3 Tiedon analysointimenetelmät 
Teemoittelu on yksi tapa analysoida haastatteluista saatua informaatiota. Hirsjärvi & Hurme 
(2008, 173) selvittävät, että teemoittelussa tarkastellaan haastatteluista nousevia yhteneviä 
piirteitä ja toistuvat teemat voidaan luokitella samoin. Tällä tavoin haastattelujen tulokset 
saadaan jäsenneltyä selkeästi ja haastateltavien sanomiset luokiteltua helpommin 
tarkasteltavaksi.  
 
Tyypittely tarkoittaa asioiden ryhmittelyä yhteisten piirteiden mukaan. Toisin sanoen 
haastateltavien antamien vastausten mukaan voidaan vastaukset jakaa erilaisiin tyyppeihin. 
Henkilöiden vastaukset voivat sisältää erilaisia asioita, mutta niistä tulee poimia 
samankaltaisuudet ja tyypitellä niiden mukaan. (Hirsjärvi & Hurme 2008, 174-175.) 
 
4 Ennakoiva turvallisuusviestintä 
 
Keytonin (2011, 1) mukaan viestintä on organisaation sisäisen kulttuurin välittämistä ihmisten 
välillä ja esimerkiksi työntekijän perehdytyksen vaikutuksia ovat organisaation kulttuurin ja 
toimintatapojen iskostuminen heti työsuhteen alkuvaiheessa. Toimiva turvallisuusviestintä ja 
sen jalkauttaminen työntekijöille jo perehdytysvaiheessa mahdollistavat kulttuurin 
jatkumisen ja pysymisen suhteellisen muuttumattomana. Organisaation kulttuuriin luovat 
ihmiset, joten jos ihmiset muuttuvat, muuttuu myös kulttuuri. Organisaation kulttuurin 
muutokset ovat kuitenkin hitaita ja muutosten tapahtumiseen tarvitaan koko organisaation 
tahtotila.  
 
Ennakoivan turvallisuusviestinnän kannalta hidas kulttuurin muuttuminen voi olla 
kannattavaa, koska organisaation luodessa toimivat turvallisuusviestintäjärjestelyt, ei niitä 
ole syytä lähteä muuttamaan pienistä kulttuurin muutoksista. Hyvää ei kannata lähteä 
muuttamaan ellei ole varmaa että se tulee paremmaksi. (Keyton 2011, 129-136.) 
 
Koskenrannan, Paasosen ja Rannan (2012) tekemässä selvityksessä, Ranta tutki maailman 
huippukorkeakoulujen turvallisuusviestintää koulujen kotisivuilla. Selvityksen alussa Ranta 
toteaa, että organisaatioiden turvallisuusviestintää on tutkittu Suomessa vähän ja selvityksen 
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tavoitteena on kartoittaa hyviä turvallisuusviestintä käytäntöjä suomalaisille korkeakouluille. 
(Ranta 2012, 46.) 
 
Yksi merkittävä tekijä Rannan mukaan onnistuneessa avoimessa turvallisuusviestinnässä on 
positiivinen ja avoin toiminta sekä yhteisöllinen tekeminen. Kannustavalla ja ryhmähenkeä 
kohottavalla turvallisuusviestinnällä päästään parempaan lopputulokseen kuin negatiivisella ja 
virheisiin keskittyvällä. (Ranta 2012, 66.) Tämänkin opinnäytetyön keskeinen ajatus on 
parantaa kohde ammattikorkeakoulun avointa ja ennakoivaa turvallisuusviestintää ja 
mahdollisesti nostaa korkeakoulu edelläkävijäksi ennakoivassa turvallisuusviestinnässä. 
Rannan (2012, 66) selvityksen mukaan hyviä toimintatapoja avoimeen turvallisuusviestintään 
ovat esimerkiksi: 
 
 Turvallisuusviestintä prosessin läpinäkyvyys 
 Johdon näkyminen verkkotallenteissa ja kannanotoissa 
 Avoin ja toistuva raportointi esimerkiksi johdon katselmuksista  
 Henkilökunnan osaamisen kehittäminen 
 Riskienhallinnan tavoitteiden näkyvyys ja sen toimiminen peruspilarina 
 Turvallisuusdokumentaatio ja monikanavaisuus sen viestimisessä 
 
Kuitenkin joissakin korkeakouluissa turvallisuusmateriaalin käyttö vaati käyttäjätunnuspoh-
jaista tunnistautumista, jolloin ulkopuolisena henkilönä ei pääse tarkastelemaan dokumentaa-
tiota ja täten toteamaan turvallisuusviestinnän tasoa. (Ranta 2012, 66.) 
 
Levän (2003, 143–147) mukaan turvallisuusjohtamisen yksi tärkeimmistä edellytyksistä on joh-
don vahva sitoutuminen turvallisuuteen. Sitoutuminen pitää osoittaa myös käytännössä osal-
listumalla sekä luomalla ja ylläpitämällä avointa vuorovaikutusta työntekijöiden ja johdon 
välillä. Avainasemassa on johdon koulutus ja perehdyttäminen turvallisuusjohtamiseen unoh-
tamatta kuitenkaan henkilöstön tiedottamista, kouluttamista sekä perehdyttämistä. 
 
5 Verkkosivut ja toiminta sosiaalisessa mediassa 
 
Verkossa on nykypäivänä monia eri mahdollisuuksia kertoa organisaatiosta ja sen palveluista, 
joten verkkosivut ovat edelleen yksi tärkeimmistä viestinnän välineistä. Organisaation omat 
verkkosivut ovat käytännössä ainoa media, jota organisaatio voi täysin itse hallita niin ulko-
asun, sisällön kuin toiminnallisuuden suhteen. Verkkosivuillaan organisaatio pystyy näyttäyty-
mään haluamallaan tavalla. Tänä päivänä myös sosiaalisessa mediassa on hyvä olla mukana. 
Sosiaalisen median eri kanavista kannattaa sisällyttää linkki organisaation verkkosivuille täy-
dentämään sosiaalisen median viestintää. (Kalliola 2012, 175.) 
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Tässä luvussa käsitellään verkkosivujen suunnittelua, sisältöä ja sosiaalisessa mediassa toimi-
mista ja kuinka niitä voidaan hyödyntää turvallisuusviestinnässä. 
 
5.1 Verkkosivujen suunnittelu 
 
Karukkan ja Inkilän mukaan verkkosivuja suunnitellessa tulisi pyrkiä suoraviivaisuuteen ja 
selkeyteen ja polun tulisi olla mahdollisimman johdonmukainen. Käyttäjät ovat valmiita 
klikkaamaan useita kertoja saadakseen tarvitsemansa tiedon, jos sivut ovat johdonmukaiset. 
(Karukka & Inkilä 2013.) Kohde korkeakoulun verkkosivuja suunnitellessa pyritään siihen, että 
käyttäjät saisivat tarvitsemansa tiedon mahdollisimman vähillä klikkauksilla, jopa yhdellä tai 
kahdella.  
 
Rannan selvitys osoittaa, että muualla maailmassa korkeakoulut ovat huomattavasti edellä 
Suomea korkeakoulujen turvallisuusviestinnässä verkkosivujen osalta. Selvityksessä käy ilmi, 
että korkeakoulut maailmalla ovat varsin avoimia turvallisuusjohtamisestaan, jonka näkee 
heidän turvallisuusviestinnästään. (Ranta 2012, 50-51, 66.) Tästä ajatuksesta lähdetään 
suunnittelemaan korkeakoulun verkkosivuja; mahdollisimman selkeät, kiinnostavat ja 
avoimet. Verkkosivujen saavutettavuutta ja käyttöliittymää pitää miettiä tarkoin. 
Responsiivisilla, päätelaitteeseen mukautuvilla sivuilla sekä intuitiivisella eli vaistonvaraisella 
käyttöliittymällä on suuri vaikutus käyttäjän viihtyvyyteen sivustoilla. (Karukka & Inkilä 2013.) 
 
Verkkosivuja suunnitellessa tulee huomioida, että sivusto vastaa organisaation tarpeisiin. 
Verkkosivuston tulisi joko säästää aikaa, parantaa palvelua tai lisätä menekkiä. Samalla tulisi 
huomioida käyttäjien tarpeet ja kiinnostuksen kohteet. Sivuston tavoitteena olisi synnyttää 
positiivinen käyttökokemus. Verkkosivut voidaan jakaa kahteen tyyppiin; asiointipalveluihin 
keskittynyt sekä informaation jakamiseen keskittynet sivusto. Kumpikin tyyppi sisältää osia 
toisistaan. Kävijä, joka suosii asiointipalvelua on yleensä tehtäväorientoitunut ja haluaa 
suorittaa tietyn palvelun nopeasti. Jos kohderyhmästä suurin osa ovat tämän tyylisiä, ei 
kannata panostaa mainoksiin tai tekstilinkkeihin, jotka johtavat pois sivustolta. 
Informaatiopalvelussa tiedon tulee olla löydettävissä helposti ja sen täytyy olla ajantasaista 
ja oikeaa. (Leino 2012, 230-231.) 
 
Ennen kuin verkkosivuja aletaan luomaan, tulee selvittää mihin tarkoitukseen sivusto 
tehdään. Sivuston tarkoituksena voi olla tuotteiden tai palveluiden mainostaminen, jolloin 
pyritään lisäämään kävijöiden tietoutta. Myynti tarkoitukseen käytettävät sivut täytyy 
suunnitella siten, että ostoprosessi on tehty mahdollisimman helpoksi ja yksinkertaiseksi. 
Sivun tarkoitus voi olla myös puhtaasti asiakaspalvelun tarjoaminen, jolloin kävijän on 
mahdollista saada apua kokoajan. Tällöin sivustolle kannattaa luoda usein kysytyt kysymykset 
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osio. Sivuston tavoite voi myös olla tuote tai yritysinformaation tarjoaminen. (Sweeney 2009, 
3-5.) 
 
Sivuston suunnitteluvaiheessa on hyvä käydä organisaation kanssa läpi, mitä organisaatio 
haluaa ja odottaa sivustolta. Tässä vaiheessa luodaan lista sivustolle tulevista elementeistä, 
miksi sivustoa tarvitaan ja kenelle se suunnataan. Näiden tietojen pohjalta luodaan sivuston 
rakenne, johon jaetaan tekstit, kuvat, videot, tarinat ja taulukot kokonaisuuksiksi, jotta 
sivusto on helpompi hahmottaa. Tämän jälkeen pohditaan yksittäisen sivun rakennetta sekä 
sivuston visuaalista ilmettä. (Sweeney 2009, 15-17; Leino 2012, 231-232.) 
 
Valmiita verkkosivuja tulee ylläpitää ja päivittää säännöllisesti. Sivuston päivittämiseen 
kannattaa paneutua jo valitessa julkaisujärjestelmää, sillä se vaikuttaa päivitykseen 
tarvittavaan aikaan ja kustannuksiin. Sivuston ylläpito tulee organisoida jollekin henkilölle 
sekä päivityksestä vastaavat henkilöt tulee nimetä ja kouluttaa tehtäväänsä. Verkkosivuilla 
olisi hyvä tehdä isompia päivityksiä muutaman vuoden välein trendien ja sivujen kehittymisen 
mukana pysymiseksi. Sivusto on hyvä käydä läpi kokonaisuudessaan vuosittain ja korjata 
mahdolliset viat ja puutteet. (Kalliola 2012, 187-188.) 
5.2 Verkkosivun sisältö ja ylläpito 
Verkkosivujen sisällön merkitys on kasvanut nykypäivänä. Kun verkkosivujen sisältö on ihmisil-
le merkityksellistä, he puhuvat siitä toisilleen. Organisaation tulisi pyrkiä luomaan ihmisille 
merkityksellistä sisältöä. Aiemmin organisaation tärkein julkaisupaikka oli organisaation verk-
kosivut, mutta nykyisin samaa sisältöä pitäisi tuottaa myös sosiaalisen median kanaviin. Kiin-
nostavimmat ja eniten ajatuksia herättävät sisällöt ovat tarinamuotoisia, sillä niihin on help-
po samaistua. Tarinamuotoisten sisältöjen luomista voidaan pitää organisaation kilpailuetuna. 
Verkkosivujen sisällön tulee puhutella niin uusia kuin vanhojakin käyttäjiä. Toimivalla sisällöl-
lä voidaan luoda mielikuvaa asiantuntijuudesta ja poistaa esteitä kysynnästä. Tavoite on saa-
da huomiota ja rakentaa sitä kautta luottamusta. (Leino 2012, 172–174.) 
 
Verkkosivuilta on hyvä löytyä organisaation perustiedot, joissa käsitellään organisaation toi-
mintaa johdon, henkilöstön sekä lyhyen historian kautta. Toimintatavoista on myös hyvä mai-
nita. Lisäksi olisi hyvä kuvata tuotteet ja palvelut asiakaslähtöisesti. Tärkein asia kuitenkin on 
yhteystiedot, jonka yhteydessä tulisi olla opastekartta ja mahdollinen kuva toimipisteestä. 
Jos organisaatiolla on tukipalveluita, on niistä mainittava selkeästi. (Kalliola 2012, 176–177.) 
Isokangas ja Vassinen (2010, 82–83) painottavat, että ainoat pakolliset asiat verkkosivuilla 
olisi kehottaminen ostoon ja yhteystiedot. Kun nämä kaksi asiaa löytyvät, voivat verkkosivut 
sisältää muuta ajankohtaista ja kiinnostavaa sisältöä. Sivuston tulisi myös sisältää linkit orga-
nisaation muihin verkkoviestinnän kanaviin kuten sosiaalisen mediaan. 
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Verkkosivujen sisältöä suunnitellessa tulee huomioida, että sisällössä tuodaan kiinnostavalla 
tavalla esille organisaation toiminta ja mahdolliset tuotteet. Sivuston rakenne vaikuttaa sen 
käytettävyyteen ja rakenne tulisi suunnitella siten, että tuotteet ja palvelut saadaan esitet-
tyä kohderyhmää kiinnostavasti. (Kalliola 2012, 176.) Artikkeleista tuttuja ingressejä voidaan 
käyttää verkkoteksteissä, sillä niistä ilmenee lyhyesti aihepiirin sisältö. Tällä helpotetaan lu-
kijaa ja mielenkiintoisella alulla pyritään varmistamaan, että lukija lukee koko tekstin. (Kor-
tesuo 2009, 28.) 
 
Hakola ja Hiila (2012, 27–28) kertovat, että sisältöä julkaistaessa organisaation tulisi erottua 
massasta. Jos kaikki saman alan toimijat tuottavat samanlaista sisältöä, se ei tuo merkittävää 
lisäarvoa organisaatiolle. Sisällön pitää olla mieleenpainuvaa ja esimerkiksi, jos muut tuotta-
vat vain tekstiä ja kuvia, tulee organisaation tehdä videoita erottuakseen. Organisaation luo-
man sisällön tulee tuottaa kohderyhmälle lisäarvoa ja sitouttaa heitä sisältöön, jotta sitä 
myös jaetaan eteenpäin. 
 
Sisällön tulee täyttää kävijän odotukset, joten sivuston päivitys trendien mukaisesti on tar-
peellista. Sisällön ollessa hyvä viihtyy vierailija sivustolla pitkään, jolloin yhteisöllisyyden ja 
luottamuksen tunne kasvaa ja henkilö on halukas toimimaan organisaation odotusten mukai-
sesti. Sivustolta tulisi ilmetä, miksi ja mitä kävijä hyötyy organisaation tuotteista tai palve-
luista. (Sweeney 2009, 95–101.) 
 
Sweeney (2009) jatkaa, että verkkosivujen sisältö tulisi valita organisaatiolle sivustolle sopi-
vista elementeistä. Erilaisia elementtejä sivustoille ovat esimerkiksi teksti, kuvat, videot sekä 
erilaiset interaktiiviset elementit. Kartat tuovat myös lisäarvoa ja ovat hyvä elementti sivuil-
la, sillä niiden avulla voidaan osoittaa missä organisaatio sijaitsee. Interaktiivisten elementti-
en avulla kävijät saadaan pysymään sivuilla pidempään sekä palaamaan sivuille uudestaan. 
Blogien tuottama lisäarvo sivulle perustuu hyödylliseen tietoon ja helppoon päivitettävyyteen, 
jolloin kävijät saavat uuttaa ja päivitettyä tietoa. Sivustolla oleva päivittyvä uutisvirta luo 
kiinnostavaa sisältöä, mikä saa asiakkaan palaamaan sivuille. Uutisista on helppo seurata mitä 
organisaatiossa tapahtuu. Erilaisilla kilpailuilla voidaan tehdä kyselytutkimusta sekä saada 
kävijä tutkimaan sivustoa tarkemmin ja tekemään jonkin halutun toimen sivustolla. (Sweeney 
2009, 67–74, 95–101.) 
 
Verkkosivuilla ja sosiaalisessa mediassa laadukasta markkinasisältöä voivat olla esimerkiksi 
arkiset kuvat organisaation tekemisistä. Kuvat lisäävät mielenkiintoa ja henkilökuvilla voidaan 
luoda organisaation toiminnalle kasvot ja tuoda esiin inhimillinen puoli. Kuvaa käytettäessä 
tulee muistaa, että kuvan tulee helpottaa tekstisisällön ymmärtämistä, laajentaa tekstisisäl-
töä tai tuoda siihen jotain uutta. Kuvien on hyvä olla autenttisista tilanteista. (Leino 2012, 
188–190.) Sivustojen kieli tulee valita kohderyhmien mukaan ja sivustolle olisi hyvä laittaa 
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mahdollisuus vaihtaa sivuston kieli. Eri kielillä toteutettu sivusto antaa organisaatiosta uskot-
tavan ja sitoutuneen kuvan. (Kalliola 2012, 177.) 
 
Verkkosivuilla käytettävien linkkien tulee olla sivuston teeman mukaisia. Linkkejä ei tarvita 
ylös- tai alaspäin siirtymiseen, vaan valikot ovat sitä varten. Linkkejä voidaan sijoittaa sivu-
palkkiin tai sivuston alareunaan. Jos linkki johtaa toiselle sivustolle, tulee sen aueta uuteen 
ikkunaan, jotta käyttäjä ei joudu pois organisaation omilta sivuilta. Verkkosivuilta pois johta-
via linkkejä ei tulisi sijoittaa etusivulle, vaan kävijän tulee pystyä tekemään haluamansa toi-
met sivustolle ennen mahdollisuutta poistua. Linkkien tarkistaminen tulee tehdä säännöllisesti 
ja varmistaa niiden toimivuus. (Sweeney 2009 72–75, 205–206.) 
5.3 Toiminta sosiaalisessa mediassa 
Sosiaalinen media on noussut yhdeksi suurimmista viestintä muodoista viime vuosien aikana. 
Siksi sitä on syytä miettiä myös korkeakoulujen turvallisuusviestinnän välineenä. On kuitenkin 
hyvä muistaa, että sosiaalisessa mediassa toimiessa täytyy olla strategia ja johdolta saatu sel-
keä toimintaohje. Sosiaalisessa mediassa toimimiseen täytyy panostaa viestinnän resursseja. 
(Korpiola 2011, 46.)  
 
Leino (2010, 252–254) kuvaa sosiaalista mediaa kokonaisuutena, joka sisältää internet- ja mo-
biilipohjaisia sovelluksia, joilla pystytään informaation jakamiseen sekä keskusteluun. Sosiaa-
liselle medialle ominaista on se, että käyttäjät itse luovat sisältöä sivustoille. Sosiaalisessa 
mediassa pystytään seuraamaan, osallistumaan sekä mittamaan jotain yritystä, henkilöä tai 
asiaa. Organisaatio voi sosiaalisessa mediassa kuunnella, seurata, jakaa sekä osallistua tiedon 
vaihdantaan. Leino (2010, 254) lisää, että organisaation läsnäolo sosiaalisessa mediassa nyky-
päivänä on tärkeää. Kun organisaatio on sosiaalisessa mediassa, on se lähellä kohderyhmään-
sä. Baruah (2012) kuvaa sosiaalista mediaa monitahoiseksi tavaksi muuttaa viestintä interak-
tiiviseksi keskusteluksi (Kuvio 2). 
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Kuvio 2: Sosiaalinen media (mukaillen Baruah 2012) 
 
Kuviossa 2 on esitetty erilaiset sosiaalisen median ilmentymistavat. Ensimmäisenä on julkai-
seminen, joka tarkoittaa sitä, että organisaatio tai henkilö voi julkaista mitä haluaa avoimesti 
sosiaalisessa mediassa. Sen jälkeen tulee jakaa, joka mahdollistaa toisten käyttäjien tuotta-
man sisällön sekä oman sisällön jakamisen eteenpäin. Keskustelu on yksi sosiaalisen median 
kulmakivistä. Se mahdollistaa ihmisten kommunikoinnin keskenään reaaliajassa esimerkiksi 
jonkin jaetun sisällön teemoista. Sosiaaliset verkostot tarkoittavat käyttäjien omia verkostoja 
kuten seuraajia tai ystäviä sosiaalisen median yhteisöpalvelussa. Mikroblogit ovat yksi tapa 
viestiä verkossa, joissa yleensä viestin enimmäispituus on rajoitettu. Hyvänä mikroblogi sovel-
luksena voidaan mainita Twitter. (Baruah 2012.) 
 
Suoratoisto (Livestream) mahdollistaa muun muassa urheilun seuraamisen suorana verkon vä-
lityksellä. Suoratoisto myös mahdollistaa itse lähettää videota, jota muut käyttäjät voivat 
katsella. Virtuaalimaailmat ovat verkkopohjaisia yhteisöjä, joissa käyttäjät voivat esiintyä 
erilaisina hahmoina virtuaalimaailmassa ja vuorovaikuttavat toistensa kanssa sekä luoda uusia 
asioita.  Sosiaaliset pelit ovat verkon välityksellä pelattavia pelejä, joissa voidaan samalla 
keskustella muiden käyttäjien kanssa. Hyvänä esimerkkinä voidaan tästä pitää suomalaisille 
tuttua Aapeli-palvelua. Vapaasti käännetty suoralähetys (Livecast) on suoratoistoa hieman 
monipuolisempi tapa lähettää ja vastaanottaa videota. Yleisesti suoralähetyksessä käyttäjät 
pystyvät kommentoimaan esimerkiksi haastattelua eri viestimien kautta. Viimeisenä sosiaali-
sen median ilmentymänä ovat massiiviset online moninpelit (MMO), jossa sadat tai jopa tu-
hannet käyttäjät voivat pelata yhdessä isossa virtuaalimaailmassa kommunikoiden ja vuoro-
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vaikuttaen toinen toistensa peliin. Yksi suosituimmista MMO peleistä on World of Warcraft. 
(Baruah 2012.) 
  
Organisaatio toimii sosiaalisessa mediassa omalla nimellään ja kuvallaan, jolloin asiakkaat 
tunnistavat organisaation ja heidän on helpompi lähestyä niin sosiaalisessa mediassa kuin or-
ganisaation toimipaikoissa. Sosiaalinen media mahdollistaa potentiaalisten kävijöiden ja käyt-
täjien ennakkotutustumisen organisaatioon ja tämän toimintaan sekä viestintätapoihin. Sosi-
aalisella medialla voidaan saavuttaa luottamus jo ennen kuin varsinaista kohtaamista organi-
saation tai tämän edustajan kanssa on tapahtunut. (Kortesuo 2014, 17–18.) 
 
6 Opinnäytetyöprosessi 
 
Aloitin opinnäytetyöni tekemisen syksyllä 2015, jolloin sain korkeakoululta toimeksiannon täl-
le työlle. Aluksi tutkin ennakoivaan turvallisuusviestintään liittyviä jo olemassa olevia materi-
aaleja kuten Koskenrannan, Paasosen ja Rannan (2012) tutkimusta sekä Merivirran Pro Gradua 
”Turvallisuusviestintä rakennusalalla”. Silmäilin myös läpi Söderholmin opinnäytetyötä ”Enna-
koiva turvallisuusviestintä ammattikorkeakouluissa”, jotta saisin käsityksen mitä on jo tehty 
ja tutkittu ja mitä aihe oikeastaan tarkoittaa. Tämän jälkeen aloin työstää itse opinnäytetyön 
teoriaviitekehystä kirjallisuuskatsauksen avulla. Kun kirjallisuuskatsaus oli valmis, esitin teo-
riaa sisältävän opinnäytetyösuunnitelman ja sain tärkeää palautetta kuinka jatkaa siitä 
eteenpäin.  
 
Suunnitelman esittämisen jälkeen aloin etsiä lisää lähdemateriaalia ja hahmottelin alustavia 
haastattelukysymyksiä. Kun kysymykset olivat valmiita, tein parihaastattelun Länsi-
Uudenmaan pelastuslaitoksella sekä laitoin sähköpostilla kyselyn henkilöille, joiden haastatte-
lu olisi liian vaikeaa pitkän välimatkan ja/tai puhelin haastatteluun tarvittavien teknisten 
apuvälineiden puuttumisen takia. Sähköpostikyselyihin en saanut vastauksia. Toteutin toisen 
haastattelun kolmannen asiantuntijan kanssa 13.5.2016 Helsingin Musiikkitalolla, jotta saisin 
kattavamman näkemyksen työhöni. 
 
Teemahaastatteluilla pyrin työssäni kartoittamaan hyviä käytänteitä turvallisuusviestinnästä 
eri organisaatioissa ja selvittämään mitä asioita pitäisi ottaa huomioon suunniteltaessa avoin-
ta turvallisuusviestintää korkeakouluun. Haastattelukysymykset kokosin perustuen kirjalli-
suuskatsauksesta esiin nousseisiin teemoihin sekä selvityksen kannalta oleellisiin tietoihin (Lii-
te 1). Litteroin haastattelujen ydinasiat Excel-taulukukkoon ja pyrin jaottelemaan esiin nous-
seita asioita teemojen mukaan. Haastattelujen tulokset kirjoitin ylös ja pyrin vertaamaan tu-
loksia kirjallisuudesta esiin nousseisiin teorioihin ja selvityksiin. Kun tämä oli tehty, aloin 
suunnitella tarkemmin korkeakoulun verkkosivuja (luku 7.5), joihin malliksi otin oman korkea-
kouluni verkkosivut. Verkkosivujen suunnittelussa pyrin pitämään ulkoasun alkuperäisenä, sillä 
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se on itsessään jo varsin toimiva. Koska minulla ei ollut verkkosivujen muokkaus oikeutta, to-
teutin ulkoasut GIMP – kuvanmuokkausohjelmaa käyttäen. Aluksi otin kuvakaappauksia kor-
keakoulun kotisivuilta ja intrasta. Tämän jälkeen avasin kuvat GIMP:ssä ja loin kuviin eri taso-
ja (layereitä) joihin muokkasin esiin nousseet hyvät käytänteet. Käytin Trebuchet MS fonttia 
kuvien teksteissä ja otsikoissa. Otsikot ovat haastatteluissa esiin nousseita asioita, joita pidet-
tiin tärkeinä ja jotka olisi hyvä löytää nopeasti. Käytännön toteutukseen tulevat verkkosivut 
voivat kuitenkin olla erilaiset kuin suunnittelemani. Kappaleessa 7.5 esitellyt kuvat ovat vain 
suunnitelmia sekä esimerkkejä, eivätkä välttämättä lopullisia käyttöön tulevia versioita.  
 
Kävin 13.5. suorittamassa kypsyysnäytteen, jonka jälkeen olen parannellut työtäni ja saanut 
ohjaajaltani palautetta. Esitin valmiin opinnäytetyöni 24.5.2016 ja sain arvokasta palautetta 
opponoijalta kuinka parannella työtäni ennen viimeistä työn palautusta. Opponoinnin sekä 
ohjaajan palautteen myötä päätin tuottaa selkeämmän produktin korkeakoululle. Produkti on 
opas, johon kokoan tässä selvityksessä esiin nousseet käytänteet ja ohjeet turvallisuusviestin-
nän toteuttamiseen kotisivuilla sekä sosiaalisessa mediassa. Oppaaseen tulee myös omatar-
kastuslomake, jonka avulla korkeakoulut voivat itse todeta koulunsa turvallisuusviestinnän 
tason. Työn palautus on 27.5.2016, jolloin lataan työni Theseus – järjestelmään. Työn jättä-
misen jälkeen sitä ei voi enää muokata ja se on kaikkien luettavissa järjestelmän kautta. 
7 Haastattelujen tulokset 
Teemahaastatteluihin valittiin kolme asiantuntijaa. Kaksi asiantuntijoista työskentelevät pe-
lastuslaitoksella turvallisuusviestinnän sekä viestinnän parissa. Kolmas asiantuntija on turval-
lisuusalan ammattilainen. Haastattelut tapahtuivat kevään 2016 aikana ja ne toteutettiin pa-
ri- sekä yksilöhaastatteluna.  
 
Ensimmäinen haastattelu tapahtui 9.3.2016 ja toteutettiin parihaastatteluna Länsi-
Uudenmaan pelastuslaitoksella. Molempien haastateltavien valinta tapahtui heidän työhistori-
ansa sekä viestintäkokemuksensa ansiosta. Toinen haastattelu toteutettiin 13.5.2016 Helsin-
gin Musiikkitalolla. Henkilön pitkä kokemus turvallisuusalalta sekä erittäin monipuolinen ko-
kemus oppilaitoksista johtivat hänen valintaansa. 
 
Asiantuntijahaastatteluissa ennakoiva turvallisuusviestintä jaottui kotisivujen ja intran, sosi-
aalisen media sekä fyysisen opastamisen välillä. Seuraavissa kohdissa käsitellään haastatte-
luista saatuja tuloksia ja ne on jaoteltu kotisivujen ja intranetin, sosiaalisen median sekä fyy-
sisen opastamisen välillä.  
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7.1 Kotisivut ja intranet 
Asiantuntijoiden mukaan kotisivuja suunnitellessa tulisi pyrkiä siihen, että tieto olisi mahdol-
lisimman helposti saatavissa, sen esittäminen olisi mielenkiintoista. Suunnitteluvaiheessa 
tulisi pyrkiä välttämään uhkakuvien luomista tai pelottelua. Sen sijaan humoristinen 
esitystapa koettiin asiantuntijoiden keskuudessa miellyttäväksi ja puoleensa vetäväksi. On 
hyvä ottaa erilaiset käyttäjät huomioon ja tarjota niin sanotusti jokaiselle jotakin ja pyrkiä 
tekemään sivustosta mahdollisimman monipuolinen. Osa verkkosivujen käyttäjistä haluaa 
lukea teoriapainotteisempaa tekstiä ja osa haluaa tekstin tueksi visuaalisempia elementtejä, 
kuten videoita ja kuvia. 
  
Asiantuntijoiden mukaan kotisivuilla kaikille näkyvää tietoa olisi hyvä olla esimerkiksi 
pelastussuunnitelman tiivistelmä ja pohjakartta, jossa näkyvät niin alkusammutuskalusto , 
poistumistiet, ensiapuvälineiden sijainti sekä väestönsuojat. Myös yleiset hätäohjeet sekä 
ensiapuohjeet tulisi asiantuntijoiden mukaan näkyä sivuilla. Intranetissä eli sisäisessä 
verkossa, joka vaatii kirjautumisen sisään, voisi esittää pelastussuunnitelman 
kokonaisuudessaan ja muita tarkempia tietoja. Asiantuntijat kuitenkin vielä painottivat, että 
on tietoja, joita ei voi kertoa julkisesti kuten esimerkiksi väistötilat ja sisälle suojautumisen 
tilat.  
 
Kotisivuilla sekä intranetissä olisi hyvä olla koulutusalakohtaiset turvallisuusohjeet. Näistä 
ohjeista selviäisi alalle tyypilliset riskit sekä tarvittavat suojaimet sekä toimintamallit. 
Alakohtaiset ohjeet koettiin haastatteluissa hyväksi ja esimerkiksi henkilö, joka hakee 
kouluun, pystyisi näkemään kuinka koulussa on otettu huomioon turvallisuus esimerkiksi 
kemikaalien käsittelyssä estenomin koulutusohjelmassa. Kotisivuilta sekä intranetistä olisi 
myös hyvä löytyä turvallisuushavainto -ilmoituksen tekemiseen lomakepohja tai mahdollisuus 
jättää suora ilmoitus jostakin havaitusta turvallisuuspuutteesta.  
 
Asiantuntijoiden näkemyksen mukaan kotisivujen ja intranetin käytettävyys ja käyttäjien 
tavoitettavuus ovat sidoksissa mobiilikäyttö mahdollisuuteen. Mobiilikäyttö mahdollistaa 
kotisivujen ja intranetin käyttämisen ilman tietokonetta ja lisää mahdollisuuksia käyttää 
kyseisiä toimintoja vapaammin. Tällä tavoitettaisiin käyttäjäryhmiä, jotka mahdollisesti eivät 
käy tietokoneella kotisivuilla tai intranetissä muuten kuin tarpeesta. 
7.2 Sosiaalinen media 
Asiantuntijoiden mukaan sosiaalinen media on hyvä tapa tavoittaa opiskelijat ja tarjota sitä 
kautta heille tietoa koulun turvallisuusasioista. Sosiaalisessa mediassa voi tarjota reaaliaikais-
ta tietoa ja opastusta, mutta myös pysyvämpiä ja muuttumattomia yleisiä käytäntöjä. Haas-
tatteluissa nousi esille, että sosiaalisessa mediassa voi käyttää paljon videoita ja kuvia oikeis-
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ta arkipäivän tilanteista ja asioista. Esimerkiksi Facebookissa voisi tarjota myös alakohtaisia 
turvallisuusohjeita kuvien ja videoiden kera ja näyttää kuinka turvallisuus käytännössä toteu-
tuu.  
 
Sosiaalinen media tavoittaa asiantuntijoiden kokemuksen mukaan huomattavasti paremmin 
kohdeyleisönsä kuin kotisivut tai intranet. On kuitenkin käyttäjäryhmiä, jotka eivät ole sosi-
aalisessa mediassa ja heille tulee tarjota mahdollisuus saada sama tieto kuin muillekin käyttä-
jille kotisivujen ja intranetin kautta. Sosiaalisen median vahvuuksiksi asiantuntijat kokivat 
nopeuden, helppokäyttöisyyden, tavoittavuuden sekä muokattavuuden. Sosiaalisen median 
päivitys ei tarvitse juurikaan koulutusta ja mahdolliset virheet on helppo ja nopea korjata 
heti ne havaittuaan. Sosiaalisen median nopeus ja tavoittavuus mahdollistaa nopean tiedot-
tamisen esimerkiksi influenssoista, epidemioista sekä muista nopeasti alkavista ja nopeaa 
reagointia vaativista asioista.  
 
Sosiaalisen median käytössä on riskinsä sen laajuuden vuoksi ja siksi onkin ensiarvoisen tärke-
ää, että sosiaalisessa mediassa mietitään mitä jaetaan ja miten jaetaan, jotta se ei loukkaa 
ketään. Sama pätee toki kotisivuihin. Sosiaalisessa mediassa asiat voidaan kuitenkin tuoda 
esille vapaammin ja monelle varmasti kiinnostavammin. Sosiaalisen median kautta on myös 
helppo lähestyä koulua ja sen tarjoamia palveluita. Sosiaalinen media mahdollistaa reaaliai-
kaisen viestinnän koulun edustajan kanssa. Huumoria sosiaalisessa mediassa voi käyttää 
enemmän ja vapaammin, mutta on muistettava, että se on taitolaji. Viestinnän toimivuutta ja 
sen tavoittavuutta voidaan sosiaalisessa mediassa seurata päivitysten ja julkaisujen saamien 
tykkäyksien ja kommenttien perusteella. Sosiaalisessa mediassa nähdään nopeasti minkälaiset 
asiat kiinnostavat kohdeyleisöä ja mitkä eivät. Tällaisen palautteen perusteella sosiaalisessa 
mediassa on helppo ja nopea muuttaa toimintatapoja ja yrittää erilaista lähestymistapaa. 
7.3 Fyysinen opastaminen 
Asiantuntijahaastatteluissa nousivat myös esiin henkilöt, jotka eivät käytä koulun kotisivuja, 
intranettiä tai sosiaalista mediaa, koska eivät ole suoranaisesti tekemisissä päivittäin koulun 
kanssa. Tällaiset henkilöt, kuten vierailevat luennoitsijat ja seminaarivieraat, tulisi myös 
ottaa huomioon ja tiedottaa heitäkin koulun turvallisuusasioista. Yhtenä esimerkkinä 
tiedottamisesta asiantuntijat nostivat esiin seminaarikutsuun liitettävät turvallisuusohjeet. 
Tällä tavoin tavoitettaisiin jokainen seminaariin tulija niin vieras kuin luennoitsija. Seminaarit 
olisivat  asiantuntijoiden mielestä hyvä aloittaa koulun edustajan pitämällä nopealla 
turvallisuusohjeella, josta ilmenisi  esimerkiksi lähimmät poistumisreitit, kokoontumispaikka, 
ensiapuvälineiden sijainti sekä alkusammutuskalusto. 
 
Haastatteluissa nousi esiin iltakäyttäjien huomioiminen kohderyhmänä. Iltakäyttäjiä valvoo 
yleensä korkeakouluisäntä tai luennoitsija. Näiden henkilökunnan edustajien olisi hyvä 
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muistuttaa iltakäyttäjiä kuinka toimitaan eri tilanteissa ja missä ovat lähimmät poistumistiet. 
Varsinkin luennoitsijan olisi hyvä muistuttaa näistä ja mahdollisista muutoksista esimerkiksi 
poistumisreiteissä huoltojen tai korjaustöiden takia. Käytäville sijoitetuilla infonäytöillä 
voitaisiin asiantuntijoiden mukaan tavoittaa päiväkäyttäjät sekä erityisesti iltakäyttäjät. 
Infonäytöllä voisi näkyä mahdolliset poikkeukset. 
 
Korkeakoulussa on myös tapana järjestää turvallisuusalan opiskelijoiden toimesta 
turvallisuuskävelyitä kaikilla korkeakoulun kampuksilla. Tällaiseen toimintaan asiantuntijoilta 
tuli ehdotuksena niin sanottu ”Turvallisuuden luontopolku”. Turvallisuuden luontopolku 
toimisi kuten nykyisetkin turvallisuuskävelyt, mutta siihen lisättäisiin rasteja esimerkiksi palo-
ovien kohdalla, jossa kerrottaisiin perustiedot miksi palo-ovi tulee olla suljettu tai miksi se 
pitää varustaa automaattisella suljinlaitteistolla, jota ohjaa paloilmoitin. Myös erilaiset 
sammutintyypit, palopostit ja sammutuspeitteen käyttö sekä poistumisreittien merkitseminen 
ja valaiseminen voitaisiin käydä läpi tällä uudenlaisella turvallisuuskävelyllä. Tällä tavoin 
saataisiin jaettua tietoa opiskelijoille turvallisuudesta ja auttaa heitä ymmärtämään miksi ja 
miten asiat toimivat ja mihin se perustuu. Samalla se myös varmasti auttaisi ymmärtämään 
miksi esimerkiksi koulun käytävillä ei saa säilyttää ylimääräistä tavaraa ja opiskelijat voisivat 
viedä tietoa mukanaan esimerkiksi taloyhtiöön jossa asuvat. Turvallisuuskävelyitä voitaisiin 
järjestää myös sidosryhmille sekä opiskelijoiden vanhemmille, jotta hekin näkevät 
minkälaisessa ympäristössä heidän lapsena opiskelevat. 
7.4 Johtopäätökset 
Haastattelujen tulosten perusteella yksi turvallisuusviestinnän kannalta tärkeimpiä asioita on 
hyvä perehdytys niin opiskelijalle kuin työntekijällekin. Selvitystä tukee Mullenin (2004, 283) 
näkemys, jonka mukaan työsuhteen alussa käytyä sosiaalista kanssakäymistä voidaan pitää 
tärkeänä osana organisaation arvojen ja toimintatapojen jalkautumisen kannalta. 
Korkeakoulun korkea tahtotila ja halu parantaa turvallisuusviestintää edesauttaa 
turvallisuusasioiden jalkauttamisessa. 
 
Turvallisuusilmapiiriin vaikuttavia tärkeitä tekijöitä, joita pidettiin asiantuntijoiden 
keskuudessa tärkeinä, ovat sitoutuminen turvallisuuteen, organisaatioilmapiiri ja 
työntekijöiden osallistuminen. Samoja asioita nousi esiin myös De Joy, Schaffer, Wilson, Van-
derberg & Butts (2004, 87-88) tutkimuksessa. Johdolta tulevaa tietoa opettajille ja edelleen 
opiskelijoille pidettiin tärkeänä ja opiskelijoiden ymmärrystä ja tietoa ei saisi väheksyä. Koko 
organisaation osallistumista oman työn ja toiminnan kautta turvallisuuden suunnitteluun ja 
parantamiseen korostettiin. Ajattelumalli ”yhteinen turvallisuus” nousi haastatteluissa esiin 
ja turvallisuusviestinnän edelläkävijäksi nousemiseen korkeakoulu tarvitsee koko 
organisaation osallistumisen. Hyvällä ja avoimella viestinnällä saadaan koko organisaatio 
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mukaan ja siten luotua positiivinen turvallisuusilmapiiri johon organisaation jäsenten on 
helppo ja turvallinen sitoutua (De Joy ym. 2004, 87-88).  
 
Avoin viestintä edistää hyväksi havaittujen toimintatapojen siirtämistä esimerkiksi 
kampukselta toiselle ja mahdollistaa myös tapaturmista ja mahdollisista epidemioista 
tiedottamisen. Avointa viestintäilmapiiriä ei voida saavuttaa jos johdon ja alaisten jatkuva 
kanssakäyminen ja keskusteluyhteys ei ole kunnossa. Asiat tulisi hoitaa yhdessä keskustellen 
ja pyrkien näyttämään omaa esimerkkiä, jolla korostetaan positiivista ilmapiiriä. Jatkuvalla 
palautteen antamisella ja turvallisuusasioiden esiin tuomisella pystytään parantamaan 
turvallisuuskulttuuria organisaatiossa. (Kines ym. 2010, 403–404).  
 
Korkeakoulun tahto nousta turvallisuusviestinnän edelläkävijäksi antaa mahdollisuuden uusien 
viestinnän välineiden kokeiluun ja kartoittamiseen. Viestinnän siirtyessä yhä enemmän 
verkkoon, on uusien kohdeyleisön tarpeita palvelevien teknologisten ratkaisujen löytäminen 
nykypäivän mukaista. Erilaisten viestintäratkaisujen suunnitteleminen ja esimerkiksi vanhojen 
kotisivujen päivittäminen olisi hyvä tehdä kerran vuodessa, jotta pysytään trendien 
vaihtumisen ja uusien päivitysten mukana. (Kalliola 2012, 187– 188).  
 
Suurimmaksi esteeksi turvallisuusviestinnän kehittymiselle koettiin ihmisten asenteet ja 
niiden muuttaminen. Korkeakouluissa, varsinkin opiskelijoiden keskuudessa, turvallisuus 
nähdään usein turhana ja pakkosyöttömäisenä asiana. Samantyylistä ilmiötä on myös 
havaittavissa organisaation ylemmillä asteilla. Koska turvallisuus ja turvallisuusviestintä 
koetaan usein negatiivisena asiana, on jalkauttaminenkin ollut käskemistä sekä väkisin 
komentamista. Turvallisuusasioiden viestintään tulisi kehittää jämäkän humoristinen tapa 
välittää tietoa, jotta se olisi helposti omaksuttavaa. Pitäisi myös välttää provosoitumasta ja 
liiallista käskyttämistä tai huutamista, vaikka vastaspuoli olisi kuinka vastahakoinen. Tällaisen 
turvallisuusilmapiirin muuttaminen on haasteellista, mutta hyvinkin mahdollista. Kaikessa 
viestinnässä tulee perustella asioiden esitystapa, jotta viestinnällä välitettävää tietoa on 
helpompi ottaa vastaan ja hyväksyä toimintatavan muutos. Quirke (2008, 18-19) mukaan 
asioista pitäisi keskustella enemmän ja pyrkiä käymään asia läpi, vaikka vastapuoli olisi 
vastahakoinen. On myös hyvä pyrkiä tuomaan esiin uusien asioiden positiiviset vaikutukset ja 
kannustaa positiivisen palautteen antamiseen sekä viestintään, jotta saataisiin aikaan 
asennemuutos. Itsenäisistä osista koostuvassa organisaatiossa, kuten kohde korkeakoulussa, 
yhtenäisen turvallisuuskulttuurin aikaansaaminen on haastavaa. Tästä syystä tulisikin 
keskittyä turvallisuusilmapiirin lisäksi organisaation kaikilla tasoilla turvallisuuskäyttäytymisen 
parantamiseen ja kampusten välisen viestinnän ja yhdenmukaisten ohjeiden parantamiseen 
(Cooper & Phillips 2004,  510).  
 
 24 
Asiantuntijoiden mukaan turvallisuusviestinnän tulisi olla suunniteltua. Hyvin suunnitellulla 
turvallisuusviestinnällä saavutetaan tavoitteet paremmin. Usein organisaatioilla ei kuitenkaan 
ole suunniteltua turvallisuusviestintää sen käsitteenä tuntemattomuuden vuoksi. 
Turvallisuusviestintää on myös tutkittu verrattain vähän, joten sen tunnistaminen 
organisaatioissa on hankalaa. Turvallisuusviestintä tulisi integroida osaksi organisaation 
viestintästrategiaa ja sille tulisi resursoida oma työryhmä (Korpiola 2011, 46).  
 
Haastattelujen mukaan henkilöiden tietoja ja taitoja ei pitäisi vähätellä, mutta ei myöskään 
yliarvioida tietotaitoa, koska se voi johtaa turvallisuusviestinnän vähättelyyn ja siten 
informaation jakamattomuuteen. On siis parempi mieluummin jakaa yksinkertainenkin asia, 
koska siten viestinnän arvostus nousee ja jakamattomuus ei johda turvallisuuden alenemiseen 
tai riskinottoon (Real 2008, 354). Kannustuksella ja positiivisella palautteella organisaation 
sisäistä viestintää tulisi saada avoimemmaksi sekä turvallisuustietojen välittäminen 
arkipäiväisemmäksi. Näillä keinoin sisäinen viestintä tulisi luonnostaan eikä olisi pakkosyöttöä 
kenellekään. 
 
Tulosten ja johtopäätösten pohjalta voidaan tehdä ehdotuksia kuinka korkeakoulun 
turvallisuusviestintää voitaisiin kehittää. Seuraavassa kehitysehdotuksista, joilla korkeakoulun 
ennakoiva turvallisuusviestintä paranee ja korkeakoululla on mahdollisuus nousta ennakoivan 
turvallisuusviestinnän edelläkävijäksi: 
 
 Yhteisen turvallisuus -ajattelumallin iskostaminen organisaatioon. Yhteistyön ja 
viestinnän parantaminen kahdensuuntaisesti yksiköiden ja muiden kampusten kanssa. 
Koko organisaation läpileikkaavan työryhmän mukaan ottaminen turvallisuusasioiden 
suunnitteluun.  
 
 Sidosryhmien tunnistaminen turvallisuusviestinnän kohteena sekä kehittäjinä. 
Esimerkiksi siivoojat, isännöitsijä, muut yritykset, opiskelijoiden vanhemmat, vieraat, 
viranomaiset, alumnit. 
 
 Selkeän strategian luominen turvallisuusviestinnälle ja sen sisällyttäminen 
organisaation muuhun viestintästrategiaan omien resurssien puitteissa. Selkeiden 
tavoitteiden ja osatavoitteiden asettaminen turvallisuusviestinnälle, jotta kehitys 
pystytään toteamaan. Organisaation eri kohderyhmien tunnistaminen ja kohdennetun 
turvallisuusviestinnän tarjoaminen.  
 
 Henkilöstön asenteisiin vaikuttaminen positiivisten esimerkkien ja toimintatapojen 
avulla sekä kannustamalla turvallisuusasioihin. Turvallisuus tulisi saada korkeakoulun 
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jokapäiväiseksi asiaksi. Selkeät perustelut tehdyille päätöksille tukevat ja auttava 
henkilöstöä ymmärtämään tehtyjen toimenpiteiden syyt. 
 
 Turvallisuusviestinnän parempi tunnistaminen ja perehtyminen. Vähättelyn 
välttäminen ja henkilöstön kohtaaminen ihmisinä turvallisuusasioissa. 
 
 Kotisivujen sekä sosiaalisen median trendien päivittäminen ja hyödyntäminen 
turvallisuusviestinnässä. Pyritään kehittämään uusia tapoja turvallisuusviestintään, 
jotta korkeakoulu pysyy edelläkävijänä. 
 
Turvallisuusviestinnän avulla organisaatio pystyy sitouttamaan kaikki erillään toimivat 
turvallisuuden eteen tekemänsä toimet. Hyvällä turvallisuusviestinnällä pystytään välittämään 
henkilöstölle organisaation turvallisuusnormit ja näkemykset. Turvallisuusviestinnällä 
pystytään myös luomaan positiivista turvallisuusilmapiiriä sekä edistämään työn turvallisuutta 
ja terveellisyyttä. (Merivirta & Mäkelä 2011, 4-5.) 
7.5 Verkkosivujen suunnittelu 
Tässä luvussa kerrotaan esimerkkikuvien avulla verkkosivujen suunnittelusta korkeakouluun. 
Esimerkkikuvat ovat Laurea-ammattikorkeakoulun kotisivuilta. Verkkosivujen suunnittelu ja 
toteuttaminen ovat helposti hyödynnettävissä myös muiden organisaatioiden verkkosivuille, 
koska perusteet ovat samat. Laurean kotisivut valikoituivat muokkauksen kohteeksi, koska ne 
ovat selkeät ja niiden muokattavuus on hyvä. 
  
Laurean nykyiset sivut ovat erittäin toimivat ja siksi pyrin pitämään kehitysehdotukset 
yksinkertaisina, mutta toimivina ja turvallisuusviestintää parantavina. Verkkosivujen 
käytettävyyden pysyminen ennallaan sekä turvallisuusviestinnän näkyminen kotisivunäkymässä 
olivat ensimmäiset kriteerit, kun lähdin muokkaamaan verkkosivujen ulkoasua. Koen, että 
turvallisuusosion helppo löydettävyys ja näkyvyys ovat pääasia ja ne myös nousivat esiin 
haastatteluissa sekä eri selvityksissä. Nykyisillä Laurean verkkosivuilla ei näe päänäkymässä 
turvallisuusosiota (Kuvio 3). 
 
 26 
 
Kuvio 3: Nykyinen kotisivu 
  
Tutkittuani kansainvälisten korkeakoulujen verkkosivuja huomasin, että harvemmin verk-
kosivujen pääsivulta pääsee suoraan turvallisuusosioon. Tämä oli asia, jonka ehdottomasti 
halusin Laurean kotisivuille. Suunnittelin turvallisuudelle oman ylätunnisteen, josta sen löy-
täisi heti pääsivulta (Kuvio 4). Annoin turvallisuusosion nimeksi ”yhteinen turvallisuus”, jonka 
muotoilin aiemmasta ”yhtenäinen turvallisuus” -osiosta. Aikaisempi osio oli mahdollista löytää 
parin klikkauksen takaa. Turvallisuus on kaikkien yhteinen asia ja sana yhteinen sisältää mie-
lestäni myös aiemmin käytetyn termin yhtenäinen. 
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Kuvio 4: Lisätty ”yhteinen turvallisuus” ylätunniste 
 
Tilaajan tahtona oli, että turvallisuusosio löytyisi myös sivuston oikopoluista. Sama asia nousi 
esiin asiantuntijahaastatteluissa. Laurean sivuilla oikopolku on löydettävissä vasemmasta ala-
reunasta (Kuvio 5).  
 
 
Kuvio 5: Yhteinen turvallisuus oikopolku 
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Kun pääsivun yksinkertaiset elementit turvallisuusosion näkyvyyden parantamiseksi oli suunni-
teltu, aloin miettimään sisältöä yhteisen turvallisuuden sivuille. Sisältö tulisi näkymään myös 
esiin tulevaan palkkiin (Kuvio 6), kun ylätunnisteen päälle viedään hiiren kursori. 
 
 
Kuvio 6: Yhteinen turvallisuus valikko 
 
Sisältö koostuu haastatteluissa esiin nousseista asioista, jotka asiantuntijat kokivat tärkeiksi 
sekä eri selvityksissä hyväksi havaituista tavoista tuoda asioita esille. Sisältö olisi sama sekä 
esiin tulevassa valikossa että yhteinen turvallisuus pääsivulla (Kuvio 7) ja sen valikossa (Kuvio 
8). Ensimmäiseksi tulevat yleiset ohjeet, mikä pitää sisällään perusohjeistukset kuinka annat 
ensiapua, teet hätäilmoituksen, kuinka toimit alkusammutustilanteissa sekä miten rakennuk-
sesta poistutaan. Toinen kohta valikossa on yhteinen turvallisuus, joka pitää sisällään jo ai-
emmin Laurean sivuilta löytyneen yhtenäinen turvallisuusosion sisällön. Yhteinen turvallisuus 
sisältää tietoa konfliktin estosta ja kriisinhallinasta, rikoksentorjunnasta ja tietotekniikasta, 
julkisen ja yksityisen sektorin yhteistyömuodoista, auditointikoulutuksesta sekä sujuvasta ra-
janylityksestä. 
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Kuvio 7: Yhteinen turvallisuus pääsivu 
 
Kolmas kohta valikossa sisältää niin ikään haastatteluissa esiin nousseen tärkeäksi koetun asi-
an eli koulutusohjelmakohtaiset ohjeet. Ohjeet sisältävät niiden koulutusohjelmien turvalli-
suusohjeet, joissa on mahdollisuus opiskelujen aikana tai omanalan työharjoittelussa joutua 
alttiiksi erilaisille vaaroille. Lista sisältää matkailu- ja palveluliiketoiminnan, kauneudenhoi-
toalan, terveydenhoitajan, sairaanhoitajan ja fysioterapeutin tutkinnon ja rikosseuraamusalan 
koulutusohjelmat. Lista ei ole tyhjentävä, koska se on koottu oman nopean riskiarvion perus-
teella. 
 
 
Kuvio 8: Yhteinen turvallisuus pääsivun valikko 
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Neljäs kohta, joka esiintyy valikossa, on nimeltään podcastit ja turva. Tämä osio sisältäisi sel-
vityksissä esiin tulleita, ihmisen oppimista ja mielenkiintoa lisääviä videoita ja kuvia, joilla 
pystytään vaikuttamaan henkilön turvallisuustietoisuuteen. Osiossa olisi esimerkiksi rehtorin 
tervehdys lyhyenä videona (podcast) sekä muita turvallisuusalan henkilöstön ja opiskelijoiden 
videoita. Osiosta löytyisi myös turvallisuusblogi, jota opettajat ja opiskelijat voivat täyden-
tää, sekä turvallisuuspoikkeama -ilmoitus.  
 
Turvallisuuspoikkeama -ilmoitus tulisi vielä omana otsikkonaan yhteinen turvallisuus -sivuille, 
jotta se olisi kokoajan mahdollisimman näkyvänä. Sivuston muun rakenteen olisi tarkoitus 
toimia siten, että otsikkoa tai otsikon viereistä sinistä plus-painiketta painamalla otsikon alle 
avautuu siihen liittyvää materiaalia ja tietoa. Oikeassa reunassa olevan yhteystiedot -osion 
alle olisi tarkoitus tulla esimerkiksi rehtorin, turvallisuuspäällikön ja sivujen päivittämisestä 
vastaavan henkilön nimi ja työnumero. Tällä tavoin saadaan turvallisuudelle ja sen kehittämi-
selle joku vastuuhenkilö sekä yhteystiedot, jolloin turvallisuus tuntuu heti luotettavammalta 
ja läpinäkyvämmältä. 
 
Turvallisuus on jokaisen organisaation jäsenen yhteinen asia, niin myös kohde korkeakoulun. 
Näillä pienillä esimerkki verkkosivujen muutoksilla jokainen organisaation jäsen pääsee lä-
hemmäs turvallisuutta ja tarpeellista turvallisuustietoa. Organisaation turvallisuus saa yhteys-
tiedot, johon ottaa yhteyttä jonkin asian epäilyttäessä ja se tuodaan esimerkiksi organisaati-
on arkielämän videoiden myötä lähelle käyttäjää. Näiden pienten muutosten jälkeen, jokai-
nen voi löytää tiedot kuinka autetaan ihmistä esimerkiksi sairaskohtauksessa tai miten sam-
mutetaan alkava tulipalo. Näillä pienillä muutoksilla voidaan pelastaa ihmishenkiä. Tällaista 
yksinkertaista, selkeää ja suoraviivaista sekä läpinäkyvää turvallisuustietoisuutta ei tarjoa 
mikään muu korkeakoulu Suomessa, joten näiden parannusten jälkeen kohde korkeakoulu 
nousisi edelläkävijäksi ennakoivassa turvallisuusviestinnässä. 
8 Turvallisuusviestinnän omavalvontalomake 
Tässä luvussa kerron selvityksen perusteella luodusta produktista, turvallisuusviestinnän oma-
valvontalomakkeesta, jonka avulla korkeakoulut pystyvät itse toteamaan koulunsa turvalli-
suusviestinnän tason. 
 
Opinnäytetyön produktia (Liite 4) varten selvitettiin ennakoivan turvallisuusviestinnän toteu-
tumista Suomalaisten ammattikorkeakoulujen kotisivuilla sekä sosiaalisessa mediassa. Selvi-
tykseen valikoituivat Suomen kaikki ammattikorkeakoulut (Liite 2) pois lukien Poliisiammatti-
korkeakoulu sekä Högskolan på Åland Ahvenanmaalta. Ammattikorkeakoulujen kotisivujen 
sekä sosiaalisen median sisältöä arvioitiin haastatteluista ja kirjallisuuskatsauksessa esiin 
nousseiden keskeisten teemojen sekä hyvien käytänteiden kautta. 
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Selvityksen tavoitteena oli kartoittaa kotimaisten ammattikorkeakoulujen turvallisuusviestin-
nän taso kotisivuilla sekä sosiaalisessa mediassa ja tämän pohjalta luoda ohjeistus korkeakou-
lujen turvallisuusviestintää parantavista toimista. Selvityksestä syntyi ohje ja omatarkastus-
lomake, joiden avulla korkeakoulu voi itse todeta oman turvallisuusviestinnän tasonsa ja sitä 
kautta parantaa sitä. Selvityksessä keskityttiin tarkastelemaan ammattikorkeakoulujen enna-
koivaa turvallisuusviestintää ja sen ilmentymistä kotisivuilla ja sosiaalisessa mediassa. Selvi-
tyksessä huomioitiin ammattikorkeakoulujen viestinnän monipuolisuus, viestintäilmapiiri sekä 
turvallisuusviestintää edesauttavien sidosryhmien huomioiminen viestinnässä. 
 
Selvitys pohjautui sovelletusti laadulliseen tutkimukseen, sillä aiempaa tutkimusmateriaalia 
on vähän (Metsämuuronen 2001, 14). Selvityksen tekemiseen käytettiin osittain laadullista 
sisällönanalyysiä, jota analysoitiin teemoittelun avulla. Sisällönanalyysillä tarkoitetaan keinoa 
luokitella ja järjestellä aineistoa ja pyrkimystä kuvata ilmiötä yleisessä ja tiivistetyssä muo-
dossa ilman, että dokumenttien sisältämää informaatiota katoaa. (Tuomi & Sarajärvi 2002, 
93, 105–110.) Teemoittelu voidaan nähdä sisältyvän sisällönanalyysiin, koska aineiston analyy-
sissä käytettävät teemat nousevat esiin kirjallisuuskatsauksesta sekä haastatteluista (Hirsjärvi 
& Hurme 2008, 173).  
 
Teemoiksi nousivat kirjallisuuslähteiden ja haastattelujen perusteella turvallisuusviestinnän 
kahdensuuntaisuus, johdon näkyvyys turvallisuusviestinnässä, positiivinen ja kannustava tur-
vallisuusviestintä, henkilöstön ja sidosryhmien huomioiminen viestinnässä, monikanavaisuus, 
positiivinen viestintäilmapiiri, turvallisuusasioiden helppo saatavuus ja esillepano, turvalli-
suustiedon hyödyllisyys, turvallisuustiedon laadukkuus, turvallisuustiedon esteettömyys ja 
monipuolisuus, turvallisuusosion näkyminen pääsivulla, turvallisuusosion selkeys, avoimuus 
sekä turvallisuusviestintä sosiaalisessa mediassa.  
 
Aineisto syntyi, kun otoksen kaikki 24 kohdetta käytiin läpi ja kohteiden kotisivuilta sekä sosi-
aalisesta mediasta etsittiin turvallisuuteen liittyvää informaatiota. Aluksi sivuja silmäiltiin 
läpi ja käytiin läpi pääsivulta löytyviä otsikoita sekä oikopolkuja. Jos mitään turvallisuuteen 
liittyvää ei löytynyt, kokeiltiin hakukentän kautta hakea tietoa termeillä ”turvallisuus” ja 
”säkerhet”. Aineisto jaettiin jo edellä mainittuihin teemoihin ja siitä tehtiin Excel – taulukko 
(Liite 3).  
 
Ammattikorkeakoulujen kotisivujen sekä sosiaalisen median kautta todennettua turvallisuus-
viestintää tutkimalla voidaan todeta, että kotimaisten ammattikorkeakoulujen turvallisuus-
viestinnän taso on heikko tai turvallisuusviestintää ei ole juuri ollenkaan. Kuitenkin esiin nousi 
muutama korkeakoulu, joiden toiminnassa pystyttiin selvästi havaitsemaan yrittämistä ja jois-
ta löytyi useita hyviä elementtejä turvallisuusviestinnästä. Ero parhaiten ja huonoimmin pär-
jänneen välillä oli suuri. Positiivista selvityksessä oli huomata, että kaikkien ammattikorkea-
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koulujen viestintä oli monikanavaista ja viestintäilmapiiri oli hyvää sekä kaikissa oli huomioitu 
myös sidosryhmiä viestinnässä. Perusmuotoinen viestintä oli siis kunnossa kaikissa ammatti-
korkeakouluissa. 
 
Näiden huomioiden pohjalta luotiin omatarkastuslomake korkeakouluille (Liite 4), jonka avul-
la koulut pystyvät itse tarkistamaan oman turvallisuusviestinnän tasonsa. Teemoiksi nousivat 
ammattikorkeakoulujen kotisivujen ja sosiaalisen median turvallisuusviestinnän analysoinnin 
tuloksena johdon näkyminen turvallisuusviestinnässä, riskienhallinta, dokumentaatio, koulu-
tus, turvallisuusviestintä, turvallisuusviestintä kotisivuilla, turvallisuusviestintä sosiaalisessa 
mediassa sekä muut turvallisuusviestintää parantavat toimet. 
9 Opinnäytetyön luotettavuus ja eettisyys 
Arvioin opinnäytetyötäni kokonaisuutena sekä arvioin vielä erikseen työni teoreettista ja toi-
minnallista toteutusta. Arvioinnin kohteita ovat teoreettinen viitekehys, kohde, työn idea se-
kä tavoitteiden saavuttaminen. Opiskelija itse arvioi työnsä johdonmukaisuutta ja vakuutta-
vuutta sekä omaa ammatillista kasvuaan, kriittisyyttään ja pohtivuuttaan. (Vilkka & Airaksi-
nen 2004, 154 – 160.) 
 
Kun tarkastellaan opinnäytetyön eettisyyttä, on huomioitava kriteerien mukaiset ja eettiset 
tiedonhankinta- ja arviointimenetelmät. Kenenkään tekstiä ei saa lainata luvattomasti eli pla-
gioida. Työn tuloksia ei saa yleistää ilman kritiikkiä tai perusteita, eikä niitä voi kaunistella 
tai sepittää. Tuloksissa on kunnioitettava jo aiemmin tehtyjen töiden saavutuksia. Työn suun-
nitelman, toteutuksen sekä raportoinnin tulee olla tieteellisten vaatimusten mukainen. (Hirs-
järvi ym. 2013, 24 – 26.)  
 
Kootessani opinnäytetyöni teoreettista viitekehystä, pyrin mahdollisimman monipuolisten se-
kä luotettavien lähteiden käyttöön. Lähteiden asiasisällön pyrin säilyttämään muuttumatto-
mana, mutta pyrin muokkaamaan sisällön omanlaiseksi ja välttämään kopiointia. Opinnäyte-
yöni luotettavuutta voi heikentää mahdollinen vanhentunut tieto eli jos en ole onnistunut löy-
tämään uusinta ja ajankohtaisinta tietoa. Myös oma tietopohja aiheesta voi olla vaillinainen 
ja kokemattomuus voivat vaikuttaa luotettavuuteen. (Hirsjärvi ym. 2013, 24 – 26).  
 
Työn luotettavuutta heikentää se, että haastateltavia henkilöitä oli vain kolme, joten tulok-
siin ei saatu montaa eri näkökulmaa. Yritin myös lähestyä ihmisiä sähköpostikyselyllä, jotka 
sopisivat haastateltaviksi, mutta asuvat niin kaukana, että fyysinen haastattelu olisi vaikeaa. 
Näihin sähköpostikyselyihin en saanut vastauksia. Työssäni olen pyrkinyt perehtymään aihee-
seen liittyvään materiaaliin monipuolisesti ja yrittänyt kompensoida vähäisiä haastatteluja 
laajalla tietopohjalla. 
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SWOT-analyysi (Kuvio 8) on hyvä työkalu kun halutaan arvioida työn sisäisiä tekijöitä eli vah-
vuuksia ja heikkouksia sekä ulkoisia tekijöitä eli mahdollisuuksia ja uhkia. Se on erinomainen 
työkalu työni ja kohdeorganisaation kokonaisuuden analysoimisessa. (Opetushallitus 2015.) 
 
Kuvio 9: SWOT-analyysi (mukaillen opetushallitus 2015) 
 
SWOT-analyysi osoittautui hyväksi keinoksi arvioida opinnäytetyötäni monesta eri näkökulmas-
ta. Vahvuuksia opinnäytetyötä tehdessä ovat olleet oma kiinnostus aiheeseen sekä toteutuk-
sen tarpeellisuus kohde korkeakoululle sekä tuttu ympäristö. Koska aihe kiinnostaa minua pal-
jon, olen pyrkinyt kokoamaan mahdollisimman paljon luotettavia lähteitä teoriaviitekehyk-
seen. Teoriatietoon perehtymällä omat tiedot ja taidot ovat kehittyneet. 
  
Heikkouksina työssä pidän omaa kokemattomuuteni verkkosivujen suunnitellusta, mikä on 
tuonut lisähaasteita työhön. Sisäiseksi uhaksi lasken myös työhöni kohdistuvan motivaation tai 
sen puutteen muiden kuin turvallisuusalan henkilöstön keskuudessa. Olen myös erittäin itse-
kriittinen työtäni kohtaan ja se voi kostautua asioiden liiallisella hiomisella sekä ajan loppu-
misella kesken.  
 
Mahdollisuuksia opinnäytetyössäni ovat turvallisuuskulttuurin vahvistuminen tai sen muuttu-
minen yhä turvallisuus orientoituneenmammaksi. Myös työn selkeä tarve luo mahdollisuuden 
käytännön toteutukselle ohjeideni pohjalta. Uskon myös, että henkilökunta ja sidosryhmät 
Vahvuudet   
- Toteutuksen tarpeellisuus 
- Oma kiinnostus aiheeseen 
- Laaja teoreettinen viitekehys ja 
perehtyminen aiheeseen 
- Oman tiedon ja taidon 
kehittyminen 
- Laurea ennestään tuttu ympäristö 
 
Heikkoudet  
- ei verkkosivujen suunnittelu 
kokemusta 
- Muun kuin Turva-henkilöstön 
motivoiminen aiheeseen 
- Itsekriittisyys 
 
Mahdollisuudet 
- Toteutuksen tarpeellisuus 
- Turvallisuuskulttuurin 
paraneminen / muuttuminen 
- henkilökunta ja sidosrymät saavat 
hyödyllistä tietoa turvallisuudesta 
- Laure anousee edelläkävijäksi ja 
suunnannäyttäjäksi 
Uhat  
- ei mahdollisuutta haastatella 
tulevia käyttäjiä 
- aihe ei kiinnosta kohderyhmää 
- työn jalkautuminen Laureaan  
- Selvitys ei tarjoa tilaajalle tarpeeksi 
uutta ja innovatiivista 
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tulevat hyötymään tästä ja löytävät hyödyllistä tietoa korkeakoulun turvallisuusviestintään 
liittyen. On kuitenkin mahdollista, että kohde korkeakoulu nousisi selvityksen avulla ennakoi-
van turvallisuusviestinnän suunnannäyttäjäksi Suomessa. 
 
Uhkana koen sen, että en saanut tutkimuslupaa haastatella oman korkeakouluni opiskelijoita, 
joten käyttäjän näkökulma jää minun ja haastateltavien näkemykseksi hyvästä käytettävyy-
destä. Myös se, että aihe ei kiinnosta kohderyhmää ja se ei tuo korkeakoululle tarpeeksi lisä-
arvoa, on huomioitava mahdolliseksi uhaksi. Jalkauttamisessa voi tulla ongelmia, jos sitä ei 
tehdä oikein ja jos se tuntuu kohderyhmästä väkinäiseltä. Kohde korkeakoulun turvallisuus-
johdolla on kuitenkin riittävästi tahtoa sekä tietotaitoa, että jalkautus saadaan sujumaan 
luontevasti. Yhtenä suurimmista uhista pidän työni tuloksien tarjoamia työkaluja turvallisuus-
viestinnän kehittämiseksi. Jos työni ei tarjoa tarpeeksi uutta ja innovatiivista tai se ei ole to-
teutettavissa. 
10 Pohdinta 
Opinnäytetyön tarkoituksena oli luoda selvitys sekä produkti, jonka avulla korkeakoulu nousisi 
edelläkävijäksi ennakoivassa turvallisuusviestinnässä Suomessa. Selvitys ennakoivasta turvalli-
suusviestinnästä piti sisällään ohjeistuksen hyvistä käytänteistä ennakoivassa turvallisuusvies-
tinnässä kotisivuilla sekä sosiaalisessa mediassa ja kotisivujen ulkoasu malleja. Selvityksen 
perusteella koottiin opas ja omatarkastuslomake. Mielestäni opinnäytetyö vastasi tarkoituk-
seen hyvin. 
 
Ennakoivan turvallisuusviestinnän selvityksen tavoite oli antaa korkeakoululle uusia ja käytän-
nöllisiä ohjeita kotisivujen ja sosiaalisen median käyttämiseen ennakoivan turvallisuusviestin-
nän välineenä ja saada korkeakoulu edelläkävijäksi ennakoivassa turvallisuusviestinnässä 
Suomessa. Tätä kehitystä voidaan seurata kyselyillä henkilöstölle sekä sidosryhmille ja ver-
taamalla muihin Suomalaisiin korkeakouluihin. Kyselyä voisi tarvittaessa laajentaa juuri kou-
luun opiskelijoiksi valittuihin henkilöihin, jotta saataisiin täysin ulkopuolinen näkökulma ja 
selvitys esimerkiksi turvallisuusviestinnän vaikutuksesta hakupäätökseen tai korkeakoulun 
imagoon. 
 
 Selvityksessä käsiteltiin eri tutkimusten tuloksia verkkosivujen ja sosiaalisen median käyttä-
misestä turvallisuusviestinnässä sekä verkkosivujen suunnittelua ja mielekkyyttä käsitteleviä 
artikkeleita ja tutkimuksia. Tutkimusten ja artikkeleiden tavoite oli tukea haastatteluista saa-
tuja tuloksia. Tulosten vertailulla pyrittiin selvittämään minkälaiset verkkosivut kiinnostavat 
käyttäjiä ja minkälaista tietoa käyttäjät sieltä haluavat löytää. Esiin tuotujen tietojen pohjal-
ta kohde korkeakoulu pystyy suunnittelemaan ja toteuttamaan ennakoivaa turvallisuusviestin-
tää kotisivuillaan ja sosiaalisessa mediassa. Koska aihe on verrattain uusi ja sitä on tutkittu 
suhteellisen vähän, täysin uusien ja mullistavien tutkimusten ja artikkelien löytäminen oli 
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käytännössä mahdotonta. Tavoitteet kuitenkin toteutuivat hyvin ja korkeakoulu saa tästä sel-
vityksestä hyviä ideoita ja neuvoja ennakoivan turvallisuusviestinnän kehittämiseen. 
 
Opinnäytetyön tavoitteena oli laatia selvitys korkeakoululle ennakoivasta turvallisuusviestin-
nästä, jonka pohjalta korkeakoulu pystyisi parantamaan turvallisuusviestintäänsä ja hyödyn-
tämään verkkosivuja sekä sosiaalista mediaa ennakoivassa turvallisuusviestinnässä. Pyrin tuo-
maan selvityksessäni esille uusia näkökulmia ja uutta tietoa, jotta se tarjoaisi korkeakoululle 
innovatiivisia ajatuksia. Tarkoituksena oli, että selvitys auttaisi korkeakoulua suunnittele-
maan, toteuttamaan ja parantamaan ennakoivaa turvallisuusviestintäänsä, joka tulisi osaksi 
korkeakoulun turvallisuuskulttuuria. Tavoitteena oli myös nostaa esille toimivan turvallisuus-
viestinnän tärkeys osana kaikkien toimintaa. Selvitykseen käytetyistä lähteistä osa oli varmas-
ti entuudestaan tuttuja tutkimuksia korkeakoulun turvallisuushenkilöstölle, joten osa asioista 
saattaa tulla kertauksena. Opinnäytetyöhön pyrittiin tuomaan uusia ja erilaisia tutkimuksia 
sekä näkökulmia, joiden avulla korkeakoulu saa uusia innovatiivisia ajatuksia. 
 
Selvitykseni on onnistunut ja olen löytänyt ja tuonut esille jotakin uutta, josta on hyötyä koh-
de korkeakoululle. Monipuolisella aineistolla pyrin tuomaan uusia ja mielenkiintoisia asioita 
esille. Oma tavoitteeni oli kehittyä ja parantaa tietojani sekä taitojani ennakoivan turvalli-
suusviestinnän osalta. Koen onnistuneeni tavoitteessani hyvin. Selvityksen edetessä koin, että 
minusta tuli varmempi sekä tietoni ja taitoni ovat parantuneet. 
 
Opinnäytetyöprosessin alussa kokosin aiemmissa tutkimuksissa, selvityksissä ja opinnäytetöis-
sä esiin nousseet tärkeimmät aiheet. Näitä olivat turvallisuusjohtaminen, turvallisuusviestin-
tä, jalkauttaminen sekä tiedon löytyminen. Selvitystä tehdessäni pyrin ottamaan aiheet huo-
mioon ja mielestäni onnistuin siinä hyvin. Opinnäytetyöprosessin aikana haasteena oli aiheen 
rajaaminen, työn nimeäminen sekä selvityksen selkeys kokonaisuudessaan. Onnistuin edellä 
mainituissa asioissa hyvin ja lopulta selvityksestä tuli selkeä ja mielestäni hyvin kattava. 
Opinnäytetyöprosessi on ollut haasteellinen ja hyvien tutkimusten ja artikkeleiden löytäminen 
aiheeseen ollut aikaa vievää, mistä syystä aikataulut ovat venyneet suunniteltua enemmän. 
Selvitykseen kerätty lähdeaineisto on kuitenkin kattava ja monipuolinen.  
 
Turvallisuusviestinnän muuttumiseen vaikuttavat ihmisten muuttuvat viestinnän tottumukset. 
Tästä johtuen jatkotutkimuksena tai jatkoehdotuksena voitaisiin selvittää seuraavia asioita: 
 
 Pikaviestipalveluiden, kuten Whatsapp sekä Twitter, käyttöä turvallisuusviestinnässä. 
Huomionarvoisia sovelluksia jatkotutkimukseen olisivat myös Snapchat sekä Periscope, 
joissa molemmissa jaetaan kuvia tai videoita reaaliajassa.  
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 Tutkia missä menee raja jolloin avoimesta turvallisuustoiminnasta tulee itseä vahin-
goittavaa. 
 
 Koota kokonaisvaltaista viestintää koskeva ohjeistus korkeakouluille, jossa on otettu 
huomioon, turvallisuusnäkökulmasta, ennakoiva turvallisuusviestintä sekä kriisiviestin-
tä. 
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Liite 2: Selvityksen ammattikorkeakoulut 
 
Ammattikorkeakoulu 
Yrkeshögskolan Arcada   
Centria ammattikorkeakoulu 
Diakonia-ammattikorkeakoulu 
HAAGA-HELIA ammattikorkeakoulu 
Humanistinen ammattikorkeakoulu 
Hämeen ammattikorkeakoulu 
Jyväskylän ammattikorkeakoulu 
Kajaanin ammattikorkeakoulu 
Karelia-ammattikorkeakoulu 
Kymenlaakson ammattikorkeakoulu 
Lahden ammattikorkeakoulu 
Lapin ammattikorkeakoulu 
Laurea-ammattikorkeakoulu 
Metropolia Ammattikorkeakoulu 
Mikkelin ammattikorkeakoulu 
Yrkeshögskolan Novia 
Oulun ammattikorkeakoulu   
Saimaan ammattikorkeakoulu 
Satakunnan ammattikorkeakoulu 
Savonia-ammattikorkeakoulu 
Seinäjoen ammattikorkeakoulu 
Tampereen ammattikorkeakoulu 
Turun ammattikorkeakoulu 
Vaasan ammattikorkeakoulu 
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Liite 3: Ammattikorkeakoulu vertailu 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Ammattikorkeakoulu
Turvallisuusviestinn
än	kaksisuuntaisuus
Johdon	näkyvyys	
turvallisuusviestinnässä
Positiivinen	ja	kannustava	
turvallisuusviestintä
Henkilöstön	ja	
sidosryhmien	
huomioiminen	viestinnässä Monikanavaisuus
Positiivinen	
viestintäilmapiiri
Yrkeshögskolan	Arcada		 X X X
Centria	ammattikorkeakoulu X X X
Diakonia-ammattikorkeakoulu X X X
HAAGA-HELIA	ammattikorkeakoulu X X X
Humanistinen	ammattikorkeakoulu X X X
Hämeen	ammattikorkeakoulu X-osittain X-osittain X-osittain X X X
Jyväskylän	ammattikorkeakoulu X X X
Kajaanin	ammattikorkeakoulu X-osittain X-osittain X X X
Karelia-ammattikorkeakoulu X X X
Kymenlaakson	ammattikorkeakoulu X X X
Lahden	ammattikorkeakoulu X X X
Lapin	ammattikorkeakoulu X-osittain X-osittain X-osittain X X X
Laurea-ammattikorkeakoulu X-osittain X X X
Metropolia	Ammattikorkeakoulu X-osittain X X X X X
Mikkelin	ammattikorkeakoulu X X X
Yrkeshögskolan	Novia X X X
Oulun	ammattikorkeakoulu		 X X-osittain X
Saimaan	ammattikorkeakoulu X X X
Satakunnan	ammattikorkeakoulu X-osittain X X X
Savonia-ammattikorkeakoulu X X X
Seinäjoen	ammattikorkeakoulu X X X
Tampereen	ammattikorkeakoulu X X X
Turun	ammattikorkeakoulu X X X
Vaasan	ammattikorkeakoulu X-osittain X-osittain X X X
Liite 3: Ammattikorkeakoulu vertailu 
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Ammattikorkeakoulu
Turvallisuus	asiat	helposti	
saatavilla/	hyvin	esillä
Turvallisuustieto	
hyödyllistä
Turvallisuus	tiedon	
laadukkuus
Turvallisuustiedon	esteettömyys	ja	
monipuolisuus
Turvallisuusosion	löytyminen	
pääsivulta
Turvallisuus
osion	
selkeys
Turvallisuuden	
avoimuus
Turvallisuus
viestintä	
Somessa
Yrkeshögskolan	Arcada		
Centria	ammattikorkeakoulu
Diakonia-ammattikorkeakoulu X-Mikä	Diak	Välilehden	alta X-Yläpalkin	alasvetovalikosta X
HAAGA-HELIA	ammattikorkeakoulu
Humanistinen	ammattikorkeakoulu
Hämeen	ammattikorkeakoulu X-Tietoa	HAMK:sta	välilehti X;ohjeistus X X-osittain X-Yläpalkin	alasvetovalikosta X X-osittain
Jyväskylän	ammattikorkeakoulu
Kajaanin	ammattikorkeakouluX-oikopoluista	pääsivulta	ja	esittely	ylätunniste X-Oikopolusta	sekä	yläpalkin	alasvetovalikko X X-osittain
Karelia-ammattikorkeakoulu
Kymenlaakson	ammattikorkeakoulu
Lahden	ammattikorkeakouluX-osittain,	hakusanlla	turvallisuus;pieni	turva	opasX-ositt in;ohjeistus X X-osittain
Lapin	ammattikorkeakoulu X-esittely,	strategia	ja	tapatoimi	altaX-osittain;	politiikka X X-esittelyn	alta,	kahdelta	eri	alaotsikonalta
Laurea-ammattikorkeakoulu X-tutkimus,kehitys	innov	alta	yläpalkista X-osittain X-yläpalkista	tutkimus,kehitys	innov	alta X X-osittain
Metropolia	Ammattikorkeakoulu X-Metropolia	ylätunisteen	alta X X X-osittain;	erilaisia	esitystapoja	lisää X-Metropolia	ylätunnisteen	alta X X
Mikkelin	ammattikorkeakoulu
Yrkeshögskolan	Novia
Oulun	ammattikorkeakoulu		
Saimaan	ammattikorkeakouluX-Henkilöstön	koulutuksesta	kerrottu	EA,	ym;	hakusanalla	Turvallisuus
Satakunnan	ammattikorkeakouluX-löytyi	esittely	ja	yht.toim.->	kriisiohjeX-osittain,	perusohjeet X-osittain;	yhteystiedot	annettu
Savonia-ammattikorkeakoulu
Seinäjoen	ammattikorkeakoulu
Tampereen	ammattikorkeakoulu
Turun	ammattikorkeakoulu
Vaasan	ammattikorkeakouluX-hakusanalla	turvallisuus,	ohjaa	Googlen	kautta	sivuilleX-pelsu,	politiikka X X-osittain ei X X-osittain
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Liite 4: Opas ja omatarkastuslomake 
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Ohjeistus korkeakoululle kotisivujen ja sosiaalisen median 
käyttämisestä ennakoivan turvallisuusviestinnän välineenä sekä 
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1 Johdanto  
Tässä ohjeessa kerrotaan kootusti ohjeistus verkkosivujen sekä sosiaalisen median 
käyttämisestä ennakoivan turvallisuusviestinnän välineenä. Tämän ohje on tuotos 
opinnäytetyöstä ”verkkosivujen ja sosiaalisen median käyttäminen ennakoivan 
turvallisuusviestinnän välineenä”. Ohjeen viimeisestä luvusta löytyy korkeakoulun 
omatarkastuslomake, jolla korkeakoulu voi itse todeta korkeakoulun tason ennakoivassa 
turvallisuusviestinnässä. Tarkastuslomake perustuu Suomalaisten ammattikorkeakoulujen 
turvallisuusviestinnän toteutumiseen kotisivuilla sekä sosiaalisessa mediassa. 
 
Turvallisuusviestinnän avulla organisaatio pystyy sitouttamaan kaikki erillään toimivat 
turvallisuuden eteen tekemänsä toimet. Hyvällä turvallisuusviestinnällä pystytään välittämään 
henkilöstölle organisaation turvallisuusnormit ja näkemykset. Turvallisuusviestinnällä 
pystytään myös luomaan positiivista turvallisuusilmapiiriä sekä edistämään työn turvallisuutta 
ja terveellisyyttä. (Merivirta & Mäkelä 2011, 4-5.) 
 
Ohjeella pyritään parantamaan korkeakoulun turvallisuuskulttuuria ja kehittämään 
turvallisuusjohtamista ennakoivan turvallisuusviestinnän osalta. Turvallisuusviestinnän ja 
turvallisuuskulttuurin paranemisella olisi tarkoitus parantaa korkeakoulun läpinäkyvyyttä 
turvallisuudenjohtamisessa ja turvallisuusviestinnässä sekä vaikuttamaan positiivisesti 
turvallisuuskulttuurin paranemiseen sekä henkilöstön turvallisuustietoisuuteen. 
 
2 Toiminta verkkosivuilla 
Organisaation omat verkkosivut ovat käytännössä ainoa media, jota organisaatio voi täysin 
itse hallita niin ulkoasun, sisällön kuin toiminnallisuuden suhteen. Verkkosivuillaan 
organisaatio pystyy näyttäytymään haluamallaan tavalla. (Kalliola 2012, 175.) Seuraavassa 
ohjeita mitä toimenpiteitä tulee tehdä ja miten kotisivuilla tulee toimia, jotta kotisivuja 
voidaan käyttää tehokkaasti ennakoivan turvallisuusviestinnän välineenä: 
 
 Verkkosivut suunnitellaan responsiiviseksi eli päätelaitteeseen mukautuvaksi. 
 Turvallisuus –osion näkyminen heti pääsivulla, oikopoluissa ja löytyminen haulla. 
 Tärkeiden ohjeiden löytyminen helposti esimerkiksi ensiapu, alkusammutus, 
hätäilmoitus, evakuointi, tärkeät puhelinnumerot kuten hätäkeskus, poliisi, 
myrkytystietokeskus. Myös turvallisuuspoikkeama –lomake tulee sisällyttää näiden 
yhteyteen. 
 Koulutusohjelmakohtaiset turvallisuusohjeet kuvien ja videoiden kera. Erityisesti 
tarinamuotoisesti kerrottuna. 
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 Rehtorin, opettajien ja opiskelijoiden sekä sidosryhmien podcastit (lyhyet videot), 
vlogit (video blogit) sekä blogit turvallisuudesta ja erilaisista ajankohtaisista 
turvallisuusaiheista. 
 Selkeä vastuunjako verkkosivujen ja turvallisuusosion päivittäjillä. Määritetään 
vastuuhenkilö ja koulutetaan tehtäviinsä. 
 Ajankohtaisten asioiden päivitys-syklin määrittäminen esimerkiksi kerran viikossa tai 
tarvittaessa. 
 Johdon selkeä ohje mitä ja miten päivitetään verkkosivuille. Muistettava neutraali ja 
asianmukainen tyyli. 
 Sidosryhmien kuunteleminen ja osallistaminen turvallisuusasioiden esittämisestä ja 
aiheista. 
 Kahdensuuntainen viestintä johdon ja muun henkilöstön sekä sidosryhmien välillä. 
 Säännöllinen kotisivujen päivitys sekä turvallisuusviestintä palaverit. 
 Turvallisuuden teema viikot. 
 
1 Toiminta sosiaalisessa mediassa 
Sosiaalinen media on noussut yhdeksi suurimmista viestintä muodoista viime vuosien aikana. 
Siksi sitä on syytä miettiä myös korkeakoulujen turvallisuusviestinnän välineenä. On kuitenkin 
hyvä muistaa, että sosiaalisessa mediassa toimiessa täytyy olla strategia ja johdolta saatu 
selkeä toiminta ohje. Sosiaalisessa mediassa toimimiseen täytyy panostaa viestinnän 
resursseja. (Korpiola 2011, 46). Seuraavassa ohjeet sosiaalisen median käyttämiseen 
ennakoivan turvallisuusviestinnän välineenä: 
 
 Tärkeiden ohjeiden löytyminen helposti esimerkiksi ensiapu, alkusammutus, 
hätäilmoitus, evakuointi, tärkeät puhelinnumerot kuten hätäkeskus, poliisi, 
myrkytystietokeskus. Myös turvallisuuspoikkeama –lomake -> Linkit. 
 Koulutusohjelmakohtaiset turvallisuusohjeet kuvien ja videoiden kera. Erityisesti 
tarinamuotoisesti kerrottuna. 
 Rehtorin, opettajien ja opiskelijoiden sekä sidosryhmien podcastit (lyhyet videot), 
vlogit (video blogit) sekä blogit turvallisuudesta ja erilaisista ajankohtaisista 
turvallisuusaiheista -> Linkit blogeihin. 
 Huumorin käyttäminen asioiden esittämisessä. 
-> Seurataan käyttäjien reagointia (tykkäykset, kommentit, tykkäämättömyys). 
Pyritään löytämään kultainen keskitie saadun datan perusteella. Hyödynnetään saatua 
dataa esimerkiksi kotisivujen päivityksissä. 
 Tärkeää pysyä mahdollisimman neutraalina ja välttää provosoimasta ketään. Eikä 
provosoiduta kommenteista (aina joku yrittää provosoida). 
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 Nopea päivittäminen ajankohtaisista sekä akuuteista asioista esimerkiksi flunssa-
aalloista, onnettomuuksista, sähkökatkoista, tapaturmista. 
 Turvallisuuden teema viikot myös sosiaaliseen mediaan. 
 Määritetään vastuuhenkilö(t) ja koulutetaan tehtäviinsä. Mahdollisuus päivittää myös 
vapaa-ajalla akuutteja asioita! 
 Johdon selkeä ohjeistus millä tavalla ja miten viestitään asioista. Päätös mitä 
sosiaalisen median eri ohjelmien käytetään ennakoivaan turvallisuusviestintään 
(Facebook, Instagram, Twitter, LinkedIn). 
1 Korkeakoulun omatarkastuslomake 
Korpiolan (2011) mukaan viestintä ei ole enää vain tukitoiminto organisaatiossa, vaan 
keskeinen osa strategiaa ja johtamista. Nykypäivän viestintä asettaa organisaatioille haasteita 
viestinnän avoimuudessa, nopeudessa, tiedon saatavuudessa sekä läpinäkyvyydessä. (Korpiola, 
2011, 13.) Samojen asioiden kanssa painivat jokainen kotimainen oppilaitos, suunnitellessaan 
ja toteuttaessaan viestintää. Hyvin suunnitellulla ja toteutetulla viestinnällä organisaatio 
takaa luottamuksensa säilymisen omaan toimintaan (Korpiola, 2011, 13). Turvallisuusviestintä 
on osa organisaation muuta aktiivista ja ennakoivaa viestintää. Parhaimmillaan 
ennakoivaturvallisuusviestintä muodostaa kokonaisuuden, johon kuuluvat esimerkiksi 
turvallisuuskoulutukset, -perehdytykset, turvallisuuden eteen tehdyt suunnitelmat sekä 
tiedotteet, palautteet ja ohjeistukset. (Merivirta & Mäkelä 2011, 4-5.) 
Aiemmissa luvuissa mainittujen ohjeiden lisäksi tällä korkeakoulun omatarkastuslomakkeella 
koulu voi itse tarkistaa omien kotisivujen, sosiaalisen median sekä kokonaisvaltaisen 
ennakoivan turvallisuusviestinnän tason. Se osoittaa mahdolliset kehitettävät kohteet sekä 
asiat jotka ovat hyvin. Lomakkeessa on neljä saraketta, joista ensimmäinen on käsiteltävät 
aihe, toinen on aiheen sisällä oleva kehityskohde, kolmas on toteutuma eli toteutuuko kohde 
korkeakoulun viestinnässä vai ei sekä viimeisenä on kohteen kehittämiseksi tehtävät 
toimenpiteet, kommentit sekä tavoitteet. Lomake sitoo turvallisuusviestinnän tiukemmin 
organisaation muun viestinnän kanssa ja on myös hyvä työkalu organisaation viestinnän 
kehittämiseen. 
 52 
 Liite 4 
 
 
Omatarkastuslomake korkeakouluille 
 
1. Johdon näkymi-
nen turvallisuus 
viestinnässä. 
Kohde Toteutuma 
Kyllä/Ei 
Toimenpiteet, kom-
mentit, tavoitteet 
 Johto on hyväksynyt turvalli-
suuspolitiikan ja -strategian 
  
 Johdon katselmuksista ja sisäi-
sistä tarkastuksista luotu do-
kumentaatio on helposti löy-
dettävissä. 
  
 Johdon aktiivinen ote turvalli-
suusviestinään on selkeästi 
havaittavissa. 
  
 Johto käy päivittämässä tur-
vallisuusblogia säännöllisesti. 
  
 Verkkosivuilla ja sosiaalisessa 
mediassa johdon tervehdyksiä 
turvallisuudesta (videoita, ar-
tikkeleita ym.). 
  
 Toiminnan mittaaminen on 
esillä selkeästi.  
  
 Toimenpiteet jatkuvan paran-
tamisen eteen näkyvät vahvas-
ti. 
  
 
2. Riskienhallinta 
Riskienhallinnan tavoitteet 
ovat selvästi esillä ja ohjeet 
riskienhallinnasta julkaistu. 
  
 Riskienhallinnan dokumentaa-
tio laajaa, monipuolista ja 
avointa. 
  
 Kokonaisvaltainen riskienhal-
lintajärjestelmä on todennet-
tavissa verkkosivuilta. 
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 Riskienhallinnan kokonaisval-
tainen johtaminen näkyy verk-
koviestinnässä. 
  
 Riskien arviointi on koko orga-
nisaation yhteinen asia. 
  
 Riskien arviointi kuvattu siten, 
että jokainen organisaation 
jäsenen kykenee toteutta-
maan. 
  
 
3. Dokumentaatio 
Turvallisuusdokumentaatio on 
selkeästi ja avoimesti esillä. 
  
 Turvallisuusdokumentaatio 
laadittu käyttäjäryhmittäin ja 
julkaistu monikanavaisesti se-
kä monipuolisesti (videoin, 
kuvin, animaatioin). 
  
 Turvallisuusdokumentaatio 
antaa kuvan hallitusta turvalli-
suuden johtamisesta ja oh-
jaamisesta. 
  
 
4. Koulutus 
Henkilökunnan ja sidosryhmien 
turvallisuuskoulutusmahdolli-
suudet ovat selkeästi esillä. 
  
 Koulutusta järjestetään mo-
nimuotoisesti. 
  
 Turvallisuuskoulutusohjelma 
on todennettavissa kalenteri-
tyyppisesti. 
  
 
5. Turvallisuusvies-
tintä  
Turvallisuusviestintä on katta-
vaa ja monipuolista ja turvalli-
suudesta julkaistu oppaita 
henkilöstön käyttöön. 
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 Hätätilanne ohjeistus on kat-
tavasti sekä selkeästi esillä. 
  
 Kannustetaan turvallisuusvies-
tintään esim. Hyvien turvalli-
suuspoikkeama ilmoitusten 
tekemisestä palkitaan. 
  
 Turvallisuusviestintä on selke-
ästi kahdensuuntaista ja aktii-
vista johdon ja henkilöstön 
välillä. 
  
 Positiivinen turvallisuusvies-
tintä ilmapiiri on selvästi ha-
vaittavissa. Pyritään luomaan 
turvallisuudesta positiivinen 
asia. 
  
 Turvallisuusviestinnän sidos-
ryhmät on tunnistettu (esim. 
Alumnit, siivous, keittiö, opis-
kelijat, opiskelijoiden van-
hemmat jne.). 
  
 Henkilöstön sekä sidosryhmien 
huomioiminen ja osallistami-
nen turvallisuusviestintään. 
Turvallisuusviestinnässä on 
selkeä sidosryhmäpainotus.  
  
 Sidosryhmäkumppanuuksien 
esittely ja linkittyminen tur-
vallisuuteen on esitetty selke-
ästi. 
  
 Turvallisuusviestinnän moni-
kanavaisuus (kotisivut, Face-
book, Instagram, Twitter, Lin-
kedIn jne.). 
  
 Monipuolisuus ja esteettömyys 
(huumori, tarinat, kuvat, vi-
deot, blogit, animaatiot, mo-
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nikielisyys, viittomankieli 
jne.). 
 Turvallisuusasioista on myös 
tarjolla syvempää materiaalia 
sitä haluaville, linkkien ja eri-
laisten julkaisujen ja oppaiden 
avulla. 
  
 Viestinnästä vastaa johto, tur-
vallisuuspäällikkö sekä muu 
erikseen sovittu turvallisuus- 
ja viestintätiimi. 
  
 
6. Turvallisuusvies-
tintä kotisivuilla 
Turvallisuusosion löytyminen 
heti pääsivulta omana tunnis-
teena, oikopolkuna ja/tai ku-
vakkeena. 
  
 Turvallisuustiedon avoimuus. 
Esitetään dokumentteja mm. 
Palotarkastuksista, johdon 
katselmuksista, koulutuksista, 
sertifikaateista, pelastussuun-
nitelmasta, hätäohjeista, kou-
lutusohjelmakohtaisista tur-
vallisuusohjeista jne. (HUOM! 
Ei sisällesuojautumis- tai väis-
tötilasuunnitelmia!). 
  
 Turvallisuusosio on selkeä ja 
johdonmukainen kokonaisuus. 
Oleellinen tieto on esitetty 
hyvin ja selkeästi. Apuna käy-
tetään erilaisia visuaalisia te-
hosteita. 
  
 Turvallisuustieto on laadukas-
ta sekä luotettavaa ja perus-
tuu johonkin tutkimukseen, 
teoriaan tai viranomaisen oh-
jeeseen tms. 
  
 
7. Turvallisuusvies-
tintä sosiaalisessa 
Turvallisuustiedon avoimuus. 
Esitetään dokumentteja mm. 
Palotarkastuksista, johdon 
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mediassa katselmuksista, koulutuksista, 
sertifikaateista, pelastussuun-
nitelmasta, hätäohjeista, kou-
lutusohjelmakohtaisista tur-
vallisuusohjeista jne. (HUOM! 
Ei sisällesuojautumis- tai väis-
tötilasuunnitelmia!). 
 Turvallisuusviestinnässä on 
käytetty monipuolista tapaa 
esittää asioita (huumori, tari-
nat, videot, kuvat, animaati-
ot, eri kielet, tekstitys jne.) 
  
 Analysoidaan käyttäjien anta-
maa palautetta (tykkäykset, 
jakaminen, kommentit) julkai-
suihin ja kehitetään uusia jul-
kaisutapoja. 
  
 
8. Muita turvalli-
suutta parantavia 
turvallisuusviestintä 
toimia 
Turvallisuuspoikkeama-
ilmoitus löytyy kotisivuilta se-
kä sosiaalisesta mediasta. 
Mahdollisuus tehdä ilmoitus 
onnettomuudesta, läheltä piti 
– tilanteesta sekä turvallisuus-
tapahtumasta. 
  
 ”Kysy turvallisuudesta”-palsta, 
jossa käyttäjät voivat kysyä 
turvallisuudesta ja henkilökun-
ta vastaa. Palstan kysymysten 
ja vastausten perusteella on 
luotu ”usein kysytyt kysymyk-
set”-osion. 
  
 Turvallisuuden teemaviikot 
jossa mm. Palovaroitin asiaa, 
alkusammutusta, seminaareja, 
tietoiskuja jne. 
  
 Turvakävelyt sekä poistumis-
harjoitukset on järjestetty 
säännöllisesti koko henkilös-
tölle ja sidosryhmille. 
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