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BGP: Protocolo de puerta de enlace de frontera, es el que permite el intercambio de 
información entre grandes nodos de Internet encontrando el camino más eficiente 
para transferir una gran cantidad de información entre dos puntos de red. 
 
CONECTIVIDAD: Es la medida en los nodos o componentes de una red que están 
conectados entre sí y la facilidad o velocidad con la que pueden intercambiar 
información. Esta permite que los datos fluyan en forma bidireccional. 
 
DHCP: Protocolo de configuración dinámica de host, es de tipo cliente/servidor 
mediante el cual un servidor de red DHCP asigna de forma dinámica las direcciones 
IP y otros parámetros de configuración de red a los diferentes dispositivos 
conectados. 
 
DTP: Protocolo de enlace dinámico, se utiliza para gestionar de forma dinámica la 
configuración del enlace troncal entre dos switches CISCO. 
 
EIGRP: Protocolo de enrutamiento de puerta de enlace interior, es un protocolo de 
encaminamiento de estado de enlace, propiedad de Cisco Systems que ofrece lo 
mejor de los algoritmos de vector de distancias y del estado de enlace. 
 
INTERFAZ: Se trata de la conexión entre ordenadores o máquinas con el exterior, 
sea cual sea la comunicación entre distintos niveles. 
 
OSPF: Protocolo de red para encaminamiento jerárquico de pasarela interior o 
Interior Gateway Protocol. 
 
ROUTER: Dispositivo que proporciona conectividad a nivel de red. Se encarga de 
establecer qué ruta se destinará a cada paquete de datos dentro de una red. 
 
SWITCH: Dispositivo de interconexión utilizado para conectar equipos en red 
formando lo que se conoce como una red de área local (LAN) y cuyas 
especificaciones técnicas siguen el estándar conocido como Ethernet. 
 
VLAN: Red de Área Local Virtual, es un método que permite crear redes que 
lógicamente son independientes, aunque estas se encuentren dentro de una misma 
red física. De esta forma, un usuario podría disponer de varias VLANs dentro de un 











Este trabajo lleva como objeto la sustentación correspondiente a la evaluación de la 
prueba de habilidades prácticas CCNP, en la que se plantean tres escenarios de 
red, en donde se debe realizar la respectiva configuración de cada dispositivo de 
acuerdo con su topología, y  que a su vez se debe implementar los diferentes 
protocolos de comunicación aprendidos a lo largo del diplomado de CISCO con el 
que se desarrollaron las habilidades y competencias necesarias para dar solución 









































En el presente trabajo se desarrollan los conceptos y temáticas descritos durante el 
curso, los cuales son puestos en práctica durante el diplomado de profundización 
cisco, para ello tenemos tres propuestas representadas en escenarios, donde se 
aplica el direccionamiento, protocolos de enrutamiento OSPF, EIGRP 10, interfaces, 
vlans, se configuran relaciones de vecinos BGP, VTP y DTP; actividades 
desarrolladas en packet tracer. En este se evidencia la implementación de 
configuraciones para topologías de red orientadas a CCNP Routing (ROUTE) & 








Ilustración 1 Escenario 1 
 
Ilustración 2 Escenario 1 en Packet Tracer 
 
1. Configuraciones iniciales y los protocolos de enrutamiento. 
Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los routers.  
Configurar las interfaces con las direcciones que se muestran en la topología de 
red.  
 








R1(config)#line con 0 
R1(config-line)#logging synchronous  
R1(config-line)#exit 
R1(config)#interface loopback 1 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 




R1(config-if)#ip address 10.103.12.2 255.255.255.0 





%SYS-5-CONFIG_I: Configured from console by console 
R1#copy r 
R1#copy running-config startup-config  




Enter configuration commands, one per line.  End with CNTL/Z. 
R1(config)#router ospf 1 
R1(config-router)#router-id 1.1.1.1 
R1(config-router)#network 10.1.0.0 0.0.3.255 area 0 
R1(config-router)#network 10.103.12.0 0.0.0.255 area 0  
R1(config-router)#end 
R1# 
%SYS-5-CONFIG_I: Configured from console by console 
R1# 
R1#copy run st 




➢ Configuración del R2. 
Router>ena 
Router#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R2 





R2(config)#int loopback 2 
R2(config-if)# 
%LINK-5-CHANGED: Interface Loopback2, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback2, changed state 
to up 
R2(config-if)#int s0/0/0 
R2(config-if)#ip add 10.103.12.1 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#int s0/0/1 
R2(config-if)#ip address 10.103.23.2 255.255.255.0 
R2(config-if)#no sh 
R2#conf t  
Enter configuration commands, one per line.  End with CNTL/Z. 
R2(config)#router ospf 1 
R2(config-router)#router-id 2.2.2.2 
R2(config-router)#network 10.103.12.0 0.0.0.255 area 0 
R2(config-router)#network 10.103.23.0 0.0.0.255 area 0 
R2(config-router)#end 
R2# 
%SYS-5-CONFIG_I: Configured from console by console 
R2#copy run st 









Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R3 
R3(config)#line con 0 
R3(config-line)#logg synch 
R3(config-line)#exit 
R3(config)#int loopback 3 
%LINK-5-CHANGED: Interface Loopback3, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback3, changed state 
to up 
R3(config-if)#int s0/0/0 
R3(config-if)#ip add 10.103.23.1 255.255.255.0 





%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, changed state 
to up 
R3(config-if)#exit 
R3(config)#int loopback 3 
R3(config-if)#int s0/0/1 
R3(config-if)#ip add 172.29.34.2 255.255.255.0  
R3(config-if)#no shutdown 
R3(config-if)#exit 
R3(config)#router ospf 1 
R3(config-router)#router-id 3.3.3.3 
R3(config-router)#network 10.103.23.0 0.0.0.255 area 0  
R3(config-router)# 
01:10:23: %OSPF-5-ADJCHG: Process 1, Nbr 2.2.2.2 on Serial0/0/0 from LOADING 
to FULL, Loading Done 
R3#copy run star 









Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R4 
R4(config)#line con 0 
R4(config-line)#logg syn 
R4(config-line)#exit 
R4(config)#int loopback 4 
R4(config-if)# 
%LINK-5-CHANGED: Interface Loopback4, changed state to up 




R4(config-if)#ip add 172.29.34.1 255.255.255.0 
R4(config-if)#no shutdown 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, changed state 
to up 
R4(config-if)#int s0/0/1 





R4(config)#do copy run st 






➢ Configuración R5. 
Router>ena 
Router#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R5 
R5(config)#line con 0 
R5(config-line)#logg sync 
R5(config-line)#exit 
R5(config)#int loopback 5 
R5(config-if)# 
%LINK-5-CHANGED: Interface Loopback5, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback5, changed state 
to up 
R5(config-if)#int s0/0/0 
R5(config-if)#ip add 172.29.45.1 255.255.255.0 
R5(config-if)#clock rate 128000 
R5(config-if)#no shutdown 
R5(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
R5(config-if)# 





2. Interfaces de Loopback. 
Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 0 de 
OSPF. 
  





Tabla 1 Interfaces Loopback en R1 
16 
 
➢ Configuración en R1. 
R1>ena 
R1#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
R1(config)#int loopback 11 
 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback11, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback11, changed state 
to up 
R1(config-if)#ip add 10.1.0.1 255.255.252.0  
R1(config-if)#exit 
R1(config)#int loopback 12 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback12, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback12, changed state 
to up 
R1(config-if)#ip add 10.1.4.1 255.255.252.0  
R1(config-if)#exit 
R1(config)#int loopback 13 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback13, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback13, changed state 
to up 
R1(config-if)#ip add 10.1.8.1 255.255.252.0  
R1(config-if)#exit 
R1(config)#int loopback 14 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback14, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback14, changed state 
to up 
R1(config-if)#ip add 10.1.12.1 255.255.252.0 
R1(config-if)#exit 
R1(config)#int loopback11 
R1(config-if)#ip ospf network point-to-point 
R1(config-if)#exit 
R1(config)#int loopback12 
R1(config-if)#ip ospf network point-to-point 
R1(config-if)#exit 
R1(config)#int loopback13 
R1(config-if)#ip ospf network point-to-point 
R1(config-if)#exit 
R1(config)#int loopback14 





3. Sistema Autónomo EIGRP. 
Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 10. 
 





Tabla 2 Cuatro Interfaces Loopback en R5 
 
 
➢ Configuración en R5. 
R5>ena 
R5#conf t  
Enter configuration commands, one per line.  End with CNTL/Z. 
R5(config)#int loopback51 
R5(config-if)# 
%LINK-5-CHANGED: Interface Loopback51, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback51, changed state 
to up 




%LINK-5-CHANGED: Interface Loopback52, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback52, changed state 
to up 




%LINK-5-CHANGED: Interface Loopback53, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback53, changed state 
to up 




%LINK-5-CHANGED: Interface Loopback54, changed state to up 




R5(config-if)#ip add 172.5.12.1 255.255.252.0  
R5(config-if)#exit 
R5(config)#route eigrp 10 
R5(config-router)#auto-summary  
R5(config-router)#network 172.5.0.0 0.0.3.255 




4. Tabla de enrutamiento.  
Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 
nuevas interfaces de Loopback mediante el comando show ip route. 
 
 
Ilustración 3 Show ip route en R3 





5. Redistribución de las rutas EIGRP en OSPF. 
Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 50000 
y luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda T1 y 
20,000 microsegundos de retardo. 
 
➢ Configuración en R3. 
R3>enable  
R3#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
R3(config)#router ospf 10 
R3(config-router)#redistribute eigrp 10 subnets  
R3(config-router)#exit 
R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 10 
% Only classful networks will be redistributed 
R3(config-router)#redistribute eigrp 10 subnets 
R3(config-router)#exit 
R3(config)#router eigrp 10 
R3(config-router)#redistribute ospf 1 metric 1544 100 255 1 1500  
R3(config-router)#end 
R3# 
R3(config)#router ospf 1 
R3(config-router)#network 172.29.34.0 0.0.0.255 area 0  
R3(config-router)#exit 
R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 10 subnets  
R3(config-router)#log-adjacency-changes  
R3(config-router)#redistribute eigrp 7 subnets  
R3(config-router)#network 172.29.45.0 0.0.0.255 area 0 
R3(config-router)#exit 
R3(config)#router eigrp 10 






6. Rutas del sistema autónomo. 
 
Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su 






Ilustración 4 Show ip route en R1 
 








Ilustración 6 Escenario 2 
 
Ilustración 7 Escenario 2 en Packet Tracer 
Información para configuración de los Routers 
R1 Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 
S 0/0 192.1.12.1 255.255.255.0 
 
R2 Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 
E 0/0 192.1.23.2 255.255.255.0 
 
R3 Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
E 0/0 192.1.23.3 255.255.255.0 
S 0/0 192.1.34.3 255.255.255.0 




R4 Interfaz Dirección IP Máscara 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 
S 0/0 192.1.34.4 255.255.255.0 
Tabla 3 Configuración de los Routers 
 
Configuración Inicial De Los Routers: 
 
➢ Configuración del R1. 
Router>ena 
Router#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#host R1 
R1(config)#int s0/1/0 
R1(config-if)#ip add 192.1.12.1 255.255.255.0 
R1(config-if)#clock rate 64000 
R1(config-if)#no sh 
R1(config-if)#exit 
R1(config)#int loopback 0 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 
R1(config-if)#ip add 1.1.1.1 255.0.0.0 
R1(config-if)#int loopback 1 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 




➢ Configuración del R2. 
Router>ena 
Router#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R2 
R2(config)#int s0/1/0 
R2(config-if)#ip add 192.1.12.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)# 
%LINK-5-CHANGED: Interface Serial0/1/0, changed state to up 
23 
 




R2(config-if)#ip add 192.1.23.2 255.255.255.0 
R2(config-if)#no shutdown 
%LINK-5-CHANGED: Interface GigabitEthernet0/0, changed state to up 
R2(config-if)#exit 
R2(config)#int loopback 0 
R2(config-if)# 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 
R2(config-if)#ip add 2.2.2.2 255.0.0.0 
R2(config-if)#int loopback 1 
R2(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 
R2(config-if)#ip add 12.1.0.1 255.255.0.0 
R2(config-if)#do copy run st 
 
➢ Configuración R3. 
Router>en 
Router#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R3 
R3(config)#int s0/1/0 




R3(config-if)#ip add 192.1.23.3 255.255.255.0 
R3(config-if)#no shut 
%LINK-5-CHANGED: Interface GigabitEthernet0/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface GigabitEthernet0/0, 
changed state to up 
R3(config-if)#exit 
R3(config)#int loopback 0 
R3(config-if)# 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 
R3(config-if)#ip add 3.3.3.3 255.0.0.0 
R3(config-if)#int loopback 1 
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%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 
R3(config-if)#ip add 13.1.0.1 255.255.0.0 
R3(config-if)#end 
R3# 
%SYS-5-CONFIG_I: Configured from console by console 
R3#copy run st 
 
➢ Configuración R4. 
Router>ena 
Router#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R4 
R4(config)#int s0/1/0 
R4(config-if)#ip add 192.1.34.4 255.255.255.0 
R4(config-if)#clock rate 64000 
R4(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/1/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/1/0, changed state 
to up 
R4(config-if)#int loopback 0 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 
R4(config-if)#ip add 4.4.4.4 255.0.0.0 
R4(config-if)#int loopback 1 
R4(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 
R4(config-if)#ip add 14.1.0.1 255.255.0.0 
R4(config-if)#do copy run st 
Destination filename [startup-config]?  
 
 
1. Relación de vecino BGP. 
Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en AS1 y R2 
debe estar en AS2. Anuncie las direcciones de Loopback en BGP. Codifique los ID 
para los routers BGP como 11.11.11.11 para R1 y como 22.22.22.22 para R2.  
Presente el paso a con los comandos utilizados y la salida del comando show ip 
route. 
 






Enter configuration commands, one per line.  End with CNTL/Z. 
R1(config)#route bgp 1 
R1(config-router)#no synchronization 
R1(config-router)#bgp router-id 11.11.11.11 
R1(config-router)#neighbor 192.1.12.2 remote-as 2 
R1(config-router)#network 1.0.0.0 mask 255.0.0.0 
R1(config-router)#network 11.1.0.0 mask 255.255.0.0 
 
Ilustración 8 Show ip route en R1 
 
R2(config)#router bgp 2 
R2(config-router)#no synchronization 
R2(config-router)#bgp router-id 22.22.22.22 
R2(config-router)#neighbor 192.1.12.1 remote-as 1 
R2(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.12.1 Up 
R2(config-router)#network 2.0.0.0 mask 255.0.0.0 




Ilustración 9 Show ip route en R2 
 
2. BGP y Loopback. 
Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 33.33.33.33. Presente 
el paso a con los comandos utilizados y la salida del comando show ip route. 
 
2.1 Configuración vecino BGP R2 y R3. 
R2. 
R2#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
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R2(config)#router bgp 2 
R2(config-router)#neighbor 192.1.23.3 remote-as 3 
 
Ilustración 10 Show ip route en R2 
 
R3(config)#route bgp 3 
R3(config-router)#bgp router-id 33.33.33.33 
R3(config-router)#no synchronization 
R3(config-router)#neighbor 192.1.23.2 remote-as 2 
R3(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.23.2 Up 
R3(config-router)#neighbor 192.1.34.4 remote-as 4 
R3(config-router)#network 3.0.0.0 mask 255.0.0.0 
R3(config-router)#network 13.1.0.0 mask 255.255.0.0 
R3(config-router)#do copy run st 




Ilustración 11 Show ip route en R3 
 
3. Alcanzar la Loopback. 
Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones de 
Loopback de R4 en BGP. Codifique el ID del router R4 como 44.44.44.44. 
Establezca las relaciones de vecino con base en las direcciones de Loopback 0. 
Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No anuncie la 
Loopback 0 en BGP.  Anuncie la red Loopback de R4 en BGP. Presente el paso a 
con los comandos utilizados y la salida del comando show ip route. 
 
3.1 Configuración vecina BGP R3 y R4. 
R3(config)#router bgp 3  




Ilustración 12 Show ip route en R3 
 
R4(config)#router bgp 4 
R4(config-router)#bgp router-id 44.44.44.44 
R4(config-router)#no synchronization  
R4(config-router)#neighbor 192.1.34.3 remote-as 3 
R4(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.34.3 Up 
R4(config-router)#network 4.0.0.0 mask 255.0.0.0 
R4(config-router)#network 14.1.0.0 mask 255.255.0.0 
R4(config-router)#do copy run st 












Ilustración 14 Escenario 3 
 
Ilustración 15 Escenario 3 en Packet Tracer 
 
 
1. Configurar VTP. 
1.1  VTP para las actualizaciones de VLAN. 
Todos los switches se configurarán para usar VTP para las actualizaciones de 
VLAN. El switch SWT2 se configurará como el servidor. Los switches SWT1 y SWT3 
se configurarán como clientes. Los switches estarán en el dominio VPT llamado 





➢ Configuración en SWT1 
Switch>enable  
Switch#conf t  
Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname SWT1 
SWT1(config)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP 
SWT1(config)#vtp ver 2 
SWT1(config)#vtp mode client 
Setting device to VTP CLIENT mode. 
SWT1(config)#vtp pass cisco 
Setting device VLAN database password to cisco 
SWT1(config)# 
SWT1#copy run sta 
Destination filename [startup-config]? 
 
➢ Configuración en SWT2. 
Switch>Enable 
Switch#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname SWT2 
SWT2(config)#vtp mode server 
Device mode already VTP SERVER. 
SWT2(config)#vtp ver 2 
SWT2(config)#vtp mode server 
Device mode already VTP SERVER. 
SWT2(config)#vtp pass cisco 
 %The VTP password cannot be set for NULL domain 
SWT2(config)#do copy run sta 
Destination filename [startup-config]?  
Building configuration... 
 
➢ Configuración en SWT3. 
Switch#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname SWT3 
SWT3(config)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP 
SWT3(config)#vtp ver 2 
SWT3(config)#vtp mode client 
Setting device to VTP CLIENT mode. 
SWT3(config)#vtp pass cisco 
Setting device VLAN database password to cisco 
SWT3(config)#do copy run sta 
Destination filename [startup-config]?  
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Ilustración 18 Show vtp status SWT3 
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2 Configurar DTP (Dynamic Trunking Protocol) 
 
2.1.1 Enlace troncal. 
Configure un enlace troncal ("trunk") dinámico entre SWT1 y SWT2. Debido 
a que el modo por defecto es dynamic auto, solo un lado del enlace debe 
configurarse como dynamic desirable. 
 
➢ Configuración en SWT1. 
SWT1(config)#int f0/1 
SWT1(config-if)#sw 
SWT1(config-if)#switchport mode trunk 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/1, changed 
state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/1, changed 
state to up 
SWT1(config-if)#sw 
SWT1(config-if)#switchport mode dynamic desirable 
SWT1(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/1, changed 
state to up 
SWT1(config-if)#do copy run sta 
Destination filename [startup-config]?  
 
➢ Configuración en SWT2. 
SWT2#ena 
SWT2#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SWT2(config)#int fa0/1 
SWT2(config-if)#sw 
SWT2(config-if)#switchport mode trunk 
 










Ilustración 20 Show interfaces trunk SWT2 
 
 
2.1.3 Entre SWT1 y SWT3 configure un enlace "trunk" estático utilizando el 
comando switchport mode trunk en la interfaz F0/3 de SWT1. 
 
 
➢ Configuración en SWT1. 
SWT1#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SWT1(config)#int f0/3 
SWT1(config-if)#sw 
SWT1(config-if)#switchport mode trunk 
SWT1(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to up 
 
 
➢ Configuración en SWT3. 
SWT3#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SWT3(config)#int f0/3 
SWT3(config-if)#sw 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to up 










Ilustración 21 Show interfaces trunk SWT1 
 
 
2.1.5 Configure un enlace "trunk" permanente entre SWT2 y SWT3. 
 
➢ Configuración en SWT2. 
SWT2(config)#int f0/3 
SWT2(config-if)#sw mode trunk 
SWT2(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to up 
 
 
➢ Configuración en SWT3. 
SWT3#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SWT3(config)#int f0/1 
SWT3(config-if)#sw mode trunk 
 
 
3 Agregar VLANs y asignar puertos. 
 
3.1.1 Agregar VLANs. 
En STW1 agregue la VLAN 10. En STW2 agregue las VLANS Compras (10), 




➢ Configuración en SWT1. 
SWT1(config)#vlan 10 
VTP VLAN configuration not allowed when device is in CLIENT mode 
 
 











3.1.2 Verifique las VLANs 








3.1.3 Asociar los puertos. 
Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con 
la siguiente tabla. 
 
 
Interfaz  VLAN  Direcciones IP de los PCs  
F0/10  VLAN 10  190.108.10.X / 24  
F0/15  VLAN 20  190.108.20.X /24  
F0/20  VLAN 30  190.108.30.X /24  
Tabla 4 Asociación de los puertos Vlan 
X = número de cada PC particular 
 
 
➢ Configuración en SWT1. 
SWT1(config)#int vlan 10 
SWT1(config-if)#ip address 190.108.10.1 255.255.255.0 
SWT1(config-if)#int vlan 20 
SWT1(config-if)#ip address 190.108.20.1 255.255.255.0  
SWT1(config-if)#int vlan 30 
SWT1(config-if)#ip address 190.108.30.1 255.255.255.0 
 
➢ Configuración en SWT2. 
SWT2(config)#int vlan 10 
SWT2(config-if)# 
%LINK-5-CHANGED: Interface Vlan10, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan10, changed state to up 
SWT2(config-if)#ip address 190.108.10.2 255.255.255.0 
SWT2(config-if)#int vlan 20 
SWT2(config-if)# 
%LINK-5-CHANGED: Interface Vlan20, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan20, changed state to up 
SWT2(config-if)#ip address 190.108.20.2 255.255.255.0 
SWT2(config-if)#int vlan 30 
SWT2(config-if)# 
%LINK-5-CHANGED: Interface Vlan30, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan30, changed state to up 
SWT2(config-if)#ip address 190.108.30.2 255.255.255.0 
 
➢ Configuración en SWT3. 
SWT3(config)#int vlan 10 
SWT3(config-if)#ip address 190.108.10.3 255.255.255.0  
SWT3(config-if)#int vlan 20 
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SWT3(config-if)#ip address 190.108.20.3 255.255.255.0 
SWT3(config-if)#int vlan 30 
SWT3(config-if)#ip address 190.108.30.3 255.255.255.0 
 
 
3.1.4 Configurar el puerto F0/10 
Configure el puerto F0/10 en modo de acceso para SWT1, SWT2 y SWT3 y 
asígnelo a la VLAN 10. 
 
➢ Configuración en SWT1. 
SWT1#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SWT1(config)#int f0/10 
SWT1(config-if)#sw acc vlan 10 
 
➢ Configuración en SWT2. 
SWT2>ena 
SWT2#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SWT2(config)#int f0/10 
SWT2(config-if)#sw acc vlan 10 
 
➢ Configuración en SWT3. 
SWT3#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SWT3(config)#int f0/10 
SWT3(config-if)#sw acc vlan 10 
 
 
3.1.5 Repetir el procedimiento puertos F0/15 y F0/20 
Repita el procedimiento para los puertos F0/15 y F0/20 en SWT1, SWT2 y 
SWT3. Asigne las VLANs y las direcciones IP de los PCs de acuerdo con la 
tabla de arriba.  
 
➢ Configuración en SWT1. 
SWT1(config-if)#int f0/15 
SWT1(config-if)#sw acc vlan 20 
SWT1(config-if)#int f0/20 
SWT1(config-if)#sw acc vlan 30 
 
➢ Configuración en SWT2. 
SWT2(config)#int f0/15 
SWT2(config-if)#sw acc vlan 20 
SWT2(config-if)#int f0/20 




➢ Configuración en SWT3. 
SWT3(config)#int f0/15 
SWT3(config-if)#sw acc vlan 20 
SWT3(config-if)#int f0/20 
SWT3(config-if)#sw acc vlan 30 
 
 
4 Configurar las direcciones IP en los Switches. 
 
4.1.1 Asignar dirección IP al SVI. 
En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de 
direccionamiento y active la interfaz. 
 
Equipo  Interfaz  Dirección IP  Máscara 
SWT1  VLAN 99  190.108.99.1  255.255.255.0  
SWT2  VLAN 99  190.108.99.2  255.255.255.0  
SWT3  VLAN 99  190.108.99.3  255.255.255.0  
Tabla 5 SVI para la Vlan 99 
 
➢ Configuración en SWT1. 
SWT1(config)#int vlan 99 
SWT1(config-if)#ip add 190.108.99.1 255.255.255.0 
SWT1(config-if)#no shutdown 
 
➢ Configuración en SWT2. 
SWT2(config)#int vlan 99 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan99, changed state to up 
SWT2(config-if)#ip add 190.108.99.2 255.255.255.0 
➢ Configuración en SWT3. 
SWT3(config)#int vlan 99 




5 Verificar la conectividad Extremo a Extremo 
 
5.1.1 Ejecute un Ping desde cada PC a los demás. 




➢ Ping del PC6 (190.108.10.11) al PC0 (190.108.10.12) y al PC3 (190.108.10.13) 
 
Ilustración 23 Ping del PC6 al PC0 y al PC3 
El ping fue éxito desde el PC6 que se encuentra conectado al SWT1 con VLAN10 
a los PCs que están conectados en el SWT2 y SWT3 con VLAN10. 
 
➢ Ping del PC6 (190.108.10.11) al PC1 (190.108.20.12) y al PC4 (190.108.20.13) 
 
Ilustración 24 Ping del PC6 al PC1 y al PC4 
El ping no fue éxito desde el PC6 que se encuentra conectado al SWT1 con VLAN10 
a los PCs que están conectados en el SWT2 y SWT3 con VLAN20. 
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➢ Ping del PC6 (190.108.10.11) al PC2 (190.108.30.12) y al PC5 (190.108.30.13) 
 
Ilustración 25 Ping del PC6 al PC2 y al PC5 
El ping no fue éxito desde el PC6 que se encuentra conectado al SWT1 con VLAN10 
a los PCs que están conectados en el SWT2 y SWT3 con VLAN30. 
 
➢ Ping del PC1 (190.108.20.12) al PC7 (190.108.20.11) y al PC4 (190.108.20.13) 
 
Ilustración 26 Ping del PC1 al PC7 y al PC4 
El ping fue éxito desde el PC1 que se encuentra conectado al SWT2 con VLAN20 
a los PCs que están conectados en el SWT1 y SWT3 con VLAN20. 
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➢ Ping del PC1 (190.108.20.12) al PC6 (190.108.10.11) y al PC0 (190.108.10.13) 
 
Ilustración 27 Ping del PC1 al PC6 y al PC0 
El ping no fue éxito desde el PC6 que se encuentra conectado al SWT2 con VLAN20 
a los PCs que están conectados en el SWT1 y SWT3 con VLAN10. 
 
➢ Ping del PC1 (190.108.20.12) al PC8 (190.108.30.11) y al PC5 (190.108.30.13) 
 
Ilustración 28 Ping del PC1 al PC8 y al PC5 
El ping no fue éxito desde el PC6 que se encuentra conectado al SWT2 con VLAN20 




➢ Ping del PC5 (190.108.30.13) al PC8 (190.108.30.11) y al PC2 (190.108.30.12) 
 
Ilustración 29 Ping del PC5 al PC8 y al PC2 
El ping fue éxito desde el PC5 que se encuentra conectado al SWT3 con VLAN30 
a los PCs que están conectados en el SWT1 y SWT2 con VLAN30. 
 
➢ Ping del PC5 (190.108.30.13) al PC6 (190.108.10.11) y al PC0 (190.108.10.12) 
 
Ilustración 30 Ping del PC5 al PC6 y al PC0 
El ping no fue éxito desde el PC5 que se encuentra conectado al SWT3 con VLAN30 
a los PCs que están conectados en el SWT1 y SWT2 con VLAN10. 
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➢ Ping del PC5 (190.108.30.13) al PC7 (190.108.20.11) y al PC1 (190.108.20.12) 
 
Ilustración 31 Ping del PC5 al PC7 y al PC1 
El ping no fue éxito desde el PC5 que se encuentra conectado al SWT3 con VLAN30 
a los PCs que están conectados en el SWT1 y SWT2 con VLAN20. 
 
✓ Al realizar el ping entre todos los PCs, se puede evidenciar que entre los PCs 
que se encuentran en la misma VLAN el ping siempre será exitoso, debido a que 
estos pertenecen a la misma VLAN y mismo segmento de red. Por otro lado, lo 
que PCs de diferente VLANs jamás tendrán ping exitoso debido a que estos no 




5.1.2 Ejecute un Ping desde cada Switch a los demás. 
Explique por qué el ping tuvo o no tuvo éxito.  
 
➢ Ping del SWT1 al SWT2 y SWT3 
 




➢ Ping del SWT2 al SWT1 y SWT3 
 
Ilustración 33 Ping del SWT2 al SWT1 y SWT3 
 
 
➢ Ping del SWT3 al SWT1 y SWT2 
 
 
Ilustración 34 Ping del SWT3 al SWT1 y SWT2 
 
✓ Al ejecutar un ping desde cada switch a los demás, el resultado es exitoso, 
debido a que se reconoce el direccionamiento de la Vlan 99. Entonces, al realizar 




5.1.3 Ejecute un Ping desde cada Switch a cada PC. 








➢ Ping del SWT1 a todos los PCs 
 




➢ Ping del SWT2 a todos los PCs 
 




➢ Ping del SWT3 a todos los PCs 
 
Ilustración 37 Ping del SWT3 a todos los PCs 
 
✓ El ping es correcto dado a que los switches reconocen los direccionamientos de 
las VLAN asociadas y de esta forma se encarga de redirigir el enrutamiento a 






✓ Por medio de la solución de este trabajo, se ha logrado afianzar los 
conocimientos adquiridos en los distintos laboratorios desarrollados durante el 
transcurso del curso y la solución de las lecciones evaluativas en el entorno de 
cisco. 
 
✓ Las Vlan permiten ejecutar la segmentación de una red, logrando con esto el 
bloqueo o la comunicación entre dispositivos específicos según sea el segmento 
al que pertenezca cada dispositivo sin importar su ubicación física. 
 
✓ Se evidencia que, por medio de los protocolos de enrutamiento, se logra 
implementar los diferentes tipos de red que permiten conexión entre diferentes 
dispositivos y tipos de red ajustadas a las necesidades del usuario. 
 
✓ El VTP permite administrar la adición, modificación y eliminación de Vlans a nivel 
general de una red. 
 
✓ EL de enrutamiento BGP es un protocolo que permite determinar la mejor ruta, 
teniendo en cuenta las diferentes variables; como el peso, la preferencia local, 
la ruta AS, la MED, entre otros. 
 
✓ Es claro que por medio del protocolo OSPF se facilita la implementación de 
grandes redes, gracias a que este permite establecer la mejor ruta para la 
transmisión de información bidireccional mejorando el tiempo de transmisión y 
logrando disminuir la perdida de datos. 
 
✓ Los diferentes softwares de simulación tales como el Packet Tracer por medio 
del cual desarrolle la mayoría de los laboratorios incluidos este trabajo, así como 
el simulador GNS3, son herramientas muy útiles en el estudio y practica de las 
diferentes topologías de red, las cuales se pueden ajustar a las necesidades 
tanto en el ámbito académico como en el laboral.  
 
✓ Gracias al diplomado de profundización CCNP se ha logrado adquirir el 
conocimiento, la destreza, las habilidades y competencias necesarias para la 
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