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審査権限は「武器輸出管理法（AECA: Arms Export Control Act)｣,「国
家安全保障機密情報に関する大統領行政命令（Executive Order “Classified
National Security Information” 12958｣，そして，国家開示政策を定めた


















































情報システム保全委員会（NTISSC: National Telecommunications and Infor-
mation Systems Security Committee）の所管である通信保全情報・装置と
信号諜報，1954年制定の原子力法により管理される原子力関連諜報，さら
に国家安全保障局（NSA）長官と中央情報局長が責任を有する特定区分の


















































































































規則（ITAR: International Traffic in Arms Regulations)｣ と「国家産業保全
プログラム運用マニュアル（NISPOM: National Industrial Security Operat-















































































































































































(２) Peter F. Verga, Deputy Under Secretary of Defense (Policy Support), Of-
fice of the United States Under Secretary of Defense for Policy, mimeo,
October 31, 2000 <http://www.dami.army.pentagon.mil/pub/dami-fa/10.31.
2000.1300.ppt>, accessed on May 14, 2005.
(３) 拙論，前掲，収録資料を参照。
(４) Arms Export Control Act, International Traffic in Arms Regulations,
Presidential Executive Order 12356 (National Security Classification),
Presidential Executive Order 12958 and 13292, National Security Decision
Memorandum 119, National Industrial Security Operating Manual (DoD
5220.22-M), Security Assistance Management Manual (DoD 5105.38-M) ;
“Fact Sheet : United States National Disclosure Policy” <http://fpt.die.net/
mirror/cryptome/us-ndp.htm>, accessed on May 12 ; Verga, op.cit. ; Indus-









(DSCA: Defense Security Cooperation Agency）がプログラムの全般的
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な管理を行い，国防安全保障援助管理研究所（DISAM: Defense Insti-
tute of Security Assistance Management)，陸海空省とその外局，戦闘司
令部，在外公館の駐在武官事務所や安全保障援助を任務とする外交代表
部安全保障援助組織などが，窓口になり責任を分担している。See, Se-











(10) “Fact Sheet,” op.cit., p. 2.
(11) Verga, op.cit.,
(12) 国家産業保全プログラム運用マニュアルは本来，軍事機密情報の保全
を念頭に置いたものであるが，機密扱いを受けていない情報であっても
規制されるかどうか注意を要する情報を伴う輸出にも言及している。
また，米国の分類では機密指定を受けていない情報でも，NATOの
｢制限情報」からの引用・抜粋を含む情報については,「制限情報」とし
て扱わねばならない。当然，NATOの機密指定を受けている情報は米
国に機密指定を受けている情報として取り扱わねばならない。結果的に，
NATOによって機密指定された情報を含む米国の資料は同じ情報を含
む米国の資料よりも高い水準の保全措置や責任を求められることがある。
(13) 拙著『軍事情報戦略と日米同盟―C4ISRによる米国支配』芦書房，
2004年。
(14) 例えば，日本へのイージス・システム関連技術の移転においてその弾
道計算ソフトの移転に関する国防総省安全保障協力庁（DSC）と国務省
政治・軍事問題局軍事貿易管理理事会（DDTC）との確執については，
拙論「アーミテージ氏政権離脱が落とす影―イージス・システム日米研
究の舞台裏」『時事 Top・Confidential』2005年７月５日号，p.６。
(15) 拙論「米国の主要同盟国との二国間安全保障関連条約・協定体制の比
較分析｣，前掲。
米国の軍事技術移転管理体制 311
(16) 拙論「日米共同開発の限界―軍事技術提供に消極的な米国」『時事
Top・Confidential』2005年６月24日，p.６。
参考資料
・“Classified Information” <http://en.wikipedia.org/wiki/Classified_information
#Restricted>.
・“Security Clearance” <http://en.wikipedia.org/wiki/Security_clearance>
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