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Kripto trgovine in preprodaja ilegalnega blaga na globokem spletu 
Namen diplomskega dela je analizirati preprodajo ilegalnega blaga v ti. kripto trgovinah, ki se 
nahajajo na globokem spletu in kjer se z relativno anonimnostjo izvajajo kriminalna dejanja. 
Glede na razcvet informacijsko komunikacijske tehnologije me je zanimalo, ali imajo kripto 
trgovine potencial za transformacijo konvencionalnih medosebnih kriminalnih mreţ v 
relativno anonimne, internetne mreţe organiziranih kriminalcev. V teoretskem okviru sem 
razčlenil osnovne pojme, ki so potrebni za razumevanje fenomena kripto trgovin. Kot študijo 
primera sem si izbral največji primer tovrstne trgovine, in sicer Alphabay. Preučil sem 
strukturo, delovanje in akterje, ki so potrebni za nemoteno delovanje kripto trgovine. Prav 
tako sem analiziral vrste in volumne ilegalnega blaga, ki se prodaja in definiral drţave, od 
koder prihajajo najbolj aktivni uporabniki kripto trgovin. Na koncu podajam analizo trţnega 
deleţa kripto trgovin na splošno in po vrstah blaga ter ga primerjam s trţnim deleţem 
tradicionalne medosebne trgovine z ilegalnim blagom (predvsem z drogami). Glede na to 
ugotavljam, ali gre pri fenomenu kripto trgovin zgolj za trţno nišo, ali pa ima tovrstni način 
preprodaje dejanski potencial za kriminalna dejanja, ki so po obsegu primerljiva z dejanji 
medosebnih, konvencionalnih kriminalnih mreţ. 
Ključne besede: kripto trgovine, kibernetski kriminal, globoki splet, tor. 
Crypto markets and internet facilitated trade of illegal goods 
Aim of this research is to analyse the area of crypto markets, where individuals can 
implement criminal acts with relative anonymity. While information communication 
technology is booming, I want to know whether crypto markets have the potential to 
transform the conventional, inter-personal criminal networks into relatively anonymous 
internet networks of organised criminals. In theoretical frame, I dissected basic terms that are 
important for understanding the phenomenon of crypto markets. Form my analysis I choose 
Alphabay market, because it had operated on the greatest scale. I studied the structure, 
operation and actors, that are necessary for undisturbed operation of crypto market. I have 
also analysed types and volumes of illegal goods, sold on the market and defined countries 
that have the most vendors. Finally, I analysed market shares of crypto markets in general and 
by types of illegal goods and compared them to the market shares of conventional, inter 
personal illegal trade (mostly illegal drugs). Based on that I tried to find out if crypto markets 
have the potential to form large scale illegal trade operations that are comparable to traditional 
intrpersonal illegal goods trade networks, or if crypto markets are only niche small scale 
criminal enterprises. 
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1 SEZNAM  KRATIC 
DEA- Drug Enforcement Agency (Agencija za nadzor drog). 
EUROPOL- Agencija Evropske unije za sodelovanje organov pregona drţav članic. 
FBI- Federal Bureau of Investigation (Zvezni preiskovalni urad). 
IKT-Informacijsko-komunikacijska tehnologija. 
IP- Internet Protocol (internetni protokol). 
NPS- New Psychoactive Substances (nove psihoaktivne substance). 
P2P- Peer to Peer (od uporabnika do uporabnika). 
PGP- Pretty Good Privacy (precej dobra zasebnost). 
PIN- Personal Identification Number (osebna identifikacijska številka). 
PR- Public Relations (odnosi z javnostjo). 






Potencialna vloga interneta pri preprodaji prepovedanih substanc in ostalih ilegalnih dobrin, je 
dobila veliko pozornosti s pojavom, uspehom in kasnejšim padcem kripto trgovine Silkroad. 
To je bila prva omembe vredna spletna trgovina za preprodajo ilegalnega blaga. Oktobra leta 
2013 je FBI izvedel aretacijo administratorja te spletne strani, vendar je bil zgolj po nekaj 
tednih globoki splet zopet preplavljen s kopijami strani in povsem novimi kripto trgovinami.  
Danes je na globokem spletu okrog 50 tako imenovanih kripto trgovin, kjer se lahko 
preprodajalci in kupci anonimno poiščejo z namenom preprodaje prepovedanih drog, novih 
psihoaktivnih substanc, zdravil na recept ter drugih prepovedanih dobrin in storitev (Kruithof, 
Aldridge, Décary-Hétu, Sim, Dujso in Hoorens, 2016). 
V medijih so tovrstne trgovine po navadi predstavljene kot nekakšni virtualni prostori, kjer ni 
nikakršnih zakonskih omejitev in kjer se da prodati in kupiti praktično vse, brez kakršnih koli 
posledic. Tovrstne udarne novice so spodbudile moje zanimanje za analizo te teme. 
Globalizacija trga prepovedanih drog, nedovoljenih poţivil, oroţja in drugih prepovedanih 
dobrin, kakršno predstavljajo kripto trgovine, je lahko obenem tudi problem, tako za 
nacionalne drţave, kot tudi za celotno mednarodno skupnost. 
Diplomsko delo se torej ukvarja z analizo modernih kripto trgovin, kjer me zanima obseg in 
velikost globalnega trga, na podlagi tega pa ugotavljam vlogo kripto trgovin v svetovni 
trgovini s prepovedanimi substancami. Druga problematika, s katero se ukvarja analiza, pa je 







3 METODOLOŠKI OKVIR IN RAZISKOVALNA VPRAŠANJA 
V prvem delu diplomske naloge analiziram kripto trgovino Alphabay, kjer je moj cilj 
ugotoviti, kakšni so formalni in neformalni mehanizmi, ki zagotavljajo delovanje in regulacijo 
kripto trgovine ter analiza ilegalnega blaga, ki se prodaja na platformi. Pri analizi ilegalnega 
blaga se osredotočam na izvorne drţave, vrste in količine ilegalnega blaga, ki se prodaja na 
Alphabayu. Za analizo sem si zastavil naslednja raziskovalna vprašanja: 
1. Kakšni so formalni in neformalni mehanizmi, ki zagotavljajo delovanje in regulacijo 
kripto trgovine Alphabay? 
2. Katere vrste in kakšne količine ilegalnega blaga se prodajajo na Alphabayu ter iz 
katerih drţav izvira? 
3. Kakšna je vloga kripto trgovin v globalni trgovini s prepovedanimi drogami? 
Najprej razdelam osnovne pojme, katerih razumevanje je potrebno za analizo. Nato opredelim 
status legalnosti kripto trgovin in na kratko predstavim zgodovino fenomena trgovin 
globokega spleta.  
Glavna metoda, ki sem jo uporabil, je analiza sekundarnih virov, saj moje diplomske delo 
temelji na analizi ţe opravljenih raziskav na temo kripto trgovin in objavljenih znanstvenih 
člankov in drugih objav.  Druga metoda je študija primera, s katero analiziram delovanje 
izbrane kripto trgovine.  
Moja študija primera je kripto trgovina Alphabay. Ta primer sem izbral, ker je to največja 
tovrstna trgovina, ki je do sedaj ţe bila predmet številnih raziskav in objav.  Poudarjam, da pri 
analizi nisem uporabil lastnih raziskav, prvič zato, ker kripto trgovina, ki sem jo analiziral, ţe 
nekaj let ne obratuje, drugič pa zato, ker bi bilo dostopanje do te spletne strani,  tudi če bi še 
vedno obstajala, na robu zakonitega. Pri analizi sem torej podatke črpal iz znanstvenih 
monografij, znanstvenih raziskav in člankov. Analiziram delovanje izbrane kripto trgovine v 
smislu tehnik ali mehanizmov, ki so uporabljeni za delovanje trgovine in akterje, ki so v 
delovanje vpleteni. Nato analiziram blago, ki se prodaja na izbranem primeru kripto trgovine 
in drţave izvora, ki predstavljajo večje deleţe prodanega blaga. 
V drugem delu analiziram vlogo oziroma trţni deleţ kripto trgovin v svetovni trgovini s 
prepovedanim blagom. Osredotočim se na trgovino s prepovedanimi drogami in poţivili, ki so 
glavno trţno blago, ki se prodaja v kripto trgovinah. Zanima me, ali ima fenomen kripto 
trgovin potencial za transformiranje globalne trgovine z drogami, zato analiziram trţne deleţe 
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kripto trgovin, ugotovljene na podlagi znanstvenih raziskav in te deleţe primerjam z oceno 
celotnega trga prepovedanih drog. Ocene fizične trgovine s prepovedanimi drogami 







4 OSNOVNI POJMI 
4.1. GLOBOKI SPLET 
Veliko ljudi verjame, da lahko s spletnim  brskalnikom Google identificiramo večino 
informacij, ki so dostopne na internetu, ampak ogromna količina informacij se skriva izven 
dosega Googla ali katerega koli drugega brskalnika. Dejanska količina teh skritih informacij 
je skoraj nepredstavljiva, raziskave ocenjujejo, da je teh 400 do 500-krat več kot informacij, 
dostopnih prek konvencionalnih brskalnikov. Čeprav aktivnosti pod površino interneta izvaja 
veliko ljudi, ki nimajo slabih namenov, na primer novinarji in ţviţgači, pa je del globokega 
spleta bolj znan kot temni splet, spletno središče za izvajanje ilegalnih aktivnosti (Sui, 
Caverlee in Rudesill, 2015). 
Če svetovni splet razumemo kot nek ocean podatkov, nas večina dostopa do podatkov na 
površinskem spletu, ki je transparenten in lahko na njem preprosto krmarimo. Površinski 
internet je del svetovnega spleta, ki je bil sistematično pregledan s pomočjo avtomatiziranih 
programov za pridobivanje izbranih podatkov
1
 in indeksiran, s strani standardnih brskalnikov 
kot na primer Google ali Bing. Pod to površino oceana podatkov pa se nahaja globoki splet, 
znan tudi kot nevidni splet ali skriti splet. To je del svetovnega spleta, ki ni bil pajkan
2
 in 
indeksiran, zato do njega ne moremo dostopati preko standardnih brskalnikov. Ker strani niso 
indeksirane, jih torej pajki standardnih brskalnikov ne vidijo, kar pomeni, da za dostop do 
spletnih strani na globokem spletu potrebujemo točno povezavo strani.  Velikost globokega 
spleta je praktično nemogoče oceniti, ampak veliko nam pove ţe dejstvo, da je največji 
brskalnik Google indeksiral zgolj 4 do 16 odstotkov površinskega spleta, na globokem spletu 
pa je 400 do 500-krat več podatkov. Ocenjeno je bilo, da je količina podatkov na zgolj 60 
največjih straneh na globokem spletu, večja od podatkov na celotnem površinskem spletu 
(Sui, Caverlee in Rudesill, 2015). 
4.2 KIBERNETSKI KRIMINAL 
Stroka kripto trgovine po večini pojmuje kot kibernetski kriminal. Če ta pojem definiramo 
zelo široko, je to vsako kaznivo dejanje, ki je bilo izvedeno s pomočjo računalnika. Taka 
definicija potem zajema kazniva dejanja, od nadlegovanja preko elektronske pošte, pa do 
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 Temu procesu rečemo pajkanje. 
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 napadov, ki lahko kompromitirajo delovanje nacionalnih infrastruktur 
(Wall, 2007). 
Pa vendar se je pokazala potreba po bolj natančni razčlenitvi pojma. Sofisticirano členitev 
pojma je izvedel Wall (2007), ki pravi, da lahko govorimo o treh tipih kibernetskega 
kriminala. Sistem loči med kaznivimi dejanji, povezanimi z računalnikom, po stopnji uporabe 
globalne računalniške mreţe. V kateri tip sodi neko kaznivo dejanje ugotovimo tako, da se 
vprašamo, ali bi bilo kaznivo dejanje mogoče izvesti tudi brez uporabe računalnika. V prvi 
skupini so kibernetski kriminalci, ki bi lahko svojo kriminalne dejavnosti nadaljevali 
nemoteno, tudi brez uporabe IKT . To so tradicionalna kazniva dejanja, pri katerih zločinci 
uporabljajo IKT za komunikacijo in druge praktične razloge, ampak bi bilo kaznivo dejanje 
lahko izvedeno tudi, če računalnika ne bi bilo na voljo. Primer bi bil rop banke, kjer so roparji 
s pomočjo računalnika deaktivirali alarmni sistem. Vidimo, da je računalnik pri izvajanju 
kaznivega dejanja igral pomembno vlogo, vseeno pa bi se ga dalo nadomestiti z drugimi 
substituti (Wall, 2007). 
Drugi tip kibernetskih kriminalcev pa izkorišča nove priloţnosti za kriminal, ki je lahko 
izveden samo preko globalnih računalniških mreţ. Tudi kazniva dejanja drugega tipa 
kibernetskih kriminalcev so do neke mere podobna tradicionalnim kaznivim dejanjem, ampak 
obseg in velikost tega kaznivega dejanja sta zaradi IKT močno transformirana. Tehnologija 
omogoča zločincem, da uporabljajo IKT kot komunikacijsko sredstvo z relativno 
anonimnostjo, pa tudi kot sredstvo za izjemno hiter prenos veliko večjih količin ilegalnih 
podatkov, kot bi bilo mogoče s konvencionalnimi medosebnimi mreţami zločincev (Wall, 
2007). 
Tudi tretji tip izkorišča globalno računalniško mreţo, in sicer s pomočjo avtomatizirane 
programske opreme. Računalniška avtomatizacija drastično poveča obseg kaznivih dejanj, ker 
se avtomatizirana programska oprema replicira sama brez aktivnega sodelovanja zločincev. 
Škodljivo programsko opremo ustvarijo izkušeni programerji, ljudje pa jo velikokrat z malo 
truda prenesejo in uporabljajo za izvajanje kibernetskih napadov. Diseminacija škodljive 
programske opreme, ki okuţi računalnik preko neţelene elektronske pošte, je najbolj pogost 
primer kaznivega dejanja kibernetskih kriminalcev tretjega tipa (Wall, 2007). 
                                                          
3
 Botnet je mreţa računalnikov, okuţenih z boti. Bot je škodljiva programska oprema, ki jo upravlja napadalec. 
Računalnik postane okuţen, ko črv ali virus omogoči nalaganje bota na napravo. Napadalec lahko nato upravlja 
z določenimi funkcijami računalnika (ENISA, 2014). 
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Kripto trgovine bi lahko umestili v prvo ali drugo generacijo kibernetskega kriminala. Na prvi 
pogled je mogoče trditi, da preprodaja ilegalnega blaga preko spleta sodi v prvo generacijo, to 
pa zato, ker je velika večina tovrstnih dejanj izvedena brez uporabe IKT, v medosebnih 
mreţah proizvajalcev, tihotapcev, preprodajalcev in lokalnih distributerjev. Zaplete pa se pri 
dejstvu, da je preprodaja ilegalnega blaga v kripto trgovinah odvisna od globalne računalniške 
mreţe. Lahko bi rekli, da so kripto trgovine transformirale konvencionalno preprodajo 
ilegalnega blaga s tem, da so omogočile kriminalcem prosto komunikacijo, ki je hitra in 
anonimna. Prav tako pa so kripto trgovine omogočile nove moţnosti, ki brez IKT niso moţne 
(vsaj ne v takšni meri), kot so mnenja uporabnikov in razvrščanje kriminalcev po stopnji 
zaupanja. Lahko bi rekli, da so kripto trgovine postale do neke mere ločene od 
konvencionalne trgovine z ilegalnim blagom in transformirane do stopnje, ko je IKT 
osrednjega pomena pri izvajanju kaznivih dejanj. Torej bi jih lahko uvrstili tudi v drugo 
generacijo (Wall, 2007). 
4.3 TEMNI SPLET 
Čeprav koncept globokega spleta in temnega spleta poznamo ţe od začetka priljubljenosti 
svetovnega spleta, nekje na sredini devetdesetih let prejšnjega stoletja, ilegalno delovanje na 
temnem spletu ni dobilo velike pozornosti s strani strokovne javnosti, do aretacije Rossa 
Williama Ulbrichta oktobra leta 2013. Ulbricht je besedi »silkroad« pripisal nov pomen, in 
sicer kot ustvarjalec in administrator istoimenske kripto trgovine, kjer so uporabniki lahko 
prodajali in kupovali različne vrste prepovedanega blaga, večinoma pa prepovedane droge in 
poţivila. FBI je ocenil, da je bilo do julija 2013 na tej kripto trgovini procesiranih za več kot 
1,2 milijarde ameriških dolarjev transakcij. Vpletenih je bilo več kot 150.000 kupcev in okrog 
4000 prodajalcev. Zaprtje kripto trgovine je bilo v javnosti (tudi strokovni) zelo odmevno. 
Širša javnost je prvič spoznala pojem temnega spleta, zato je bilo na tem področju narejenih 
veliko raziskav (Sui, Caverlee in Rudesill, 2015). 
Pojem temni splet ima več pomenov oz. definicij. Lahko ga definiramo kot kakršen koli 
komunikacijski sistem, ki deluje na podlagi prikritosti, se pravi skrije identiteto uporabnika. 
Pod to definicijo bi sodili tudi programski opremi kot sta Freenet in BitTorrent
4
. Temni splet 
lahko definiramo tudi kot streţnike in programe, ki so uporabljeni za ilegalno distribucijo 
avtorsko zaščitenih dobrin (Fachkha in Debbabi, 2016). 
                                                          
4
 Freenet je spletna platforma za komunikacijo od uporabnika do uporabnika, ki je odporna na cenzuro, 
BitTorrent pa je aplikacija za prenašanje in sejanje torrentov. 
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Za potrebe analize bom temni splet definiral kot del svetovnega spleta, ki je dostopen zgolj ob 
uporabi orodja za šifriranje, imenovanega The Onion Router (Tor). Drugi pogoj pa je uporaba 
omreţja Tor za ilegalne namene. Tor je orodje, ki je namenjeno uporabnikom, ki si ţelijo 
anonimnost na internetu. Ravno zaradi razlogov anonimnosti so raziskave, ki so ugotavljale 
popularnost vsebin, dostopnih preko brskalnika Tor, pokazale, da je večina najbolj popularnih 
spletnih strani usmerjena v ilegalne dejavnosti. Med bolj obiskanimi spletnimi stranmi so bile 
kripto trgovine, na katerih se prodaja in kupuje ilegalno blago in strani, ki vsebujejo otroško 
pornografijo, ali so kakor koli drugače usmerjene v zlorabo otrok. Druge strani in dejavnosti, 
priljubljene na temnem spletu, so usmerjene v promocijo in učenje anonimnosti na internetu 
(uporaba orodij za zagotavljanje anonimnosti in promoviranje kulture anonimnosti), tam so 
tudi osebni ali tematski blogi, predvsem s področja hektivizma
5
 (legalna ali ilegalna uporaba 
internetno komunikacijske tehnologije, za doseganje političnih ciljev) in strani za prenašanje 
elektronskih knjig, ki so avtorsko zaščitene. Priljubljene so tudi anonimne storitve za spletno 
klepetanje, strani, ki ponujajo ponarejen denar in dokumente, strani s povezavami do različnih 
strani na temnem spletu, forumi, ki so v večini namenjeni izvajanju spletnih prevar, iger na 
srečo, prodaji oroţja, strani, ki ponujajo navodila za hekanje itd. Kot lahko vidimo, je večina 
strani na temnem spletu namenjena ilegalnim dejavnostim, kljub temu pa obstaja tudi veliko 
legitimnih uporabnikov. To so na primer strani, namenjene ţviţgačem (novinarjem), kamor se 
nalagajo občutljivi dokumenti, kot sta npr. Globaleaks ali pa Securedrop. Potem pa so 
prisotne še spletne strani tipa Wiki
6
, kamor lahko uporabniki sami nalagajo vsebine, npr. 
Hiddenwiki (Savage in Owen, 2015). 
4.4 TOR 
Tor je orodje oziroma brskalnik, ki na spletu zagotavlja anonimnost uporabnikov. Ob uporabi 
tega brskalnika bo naša identiteta in fizična lokacija zakrita. Brskalnik pa je le polovica tega, 
kar Tor dejansko predstavlja. Brskalnik je zgolj malce bolj  varnostno utrjena verzija 
brskalnika Mozzila Firefox, torej ima neke lastnosti, funkcije, ki ga naredijo bolj anonimnega. 
Druga polovica pa je Tor omreţje, ki je sestavljeno iz svetovne mreţe vozlišč oziroma 
dostopnih točk. Ko smo povezani v omreţje Tor in dostopamo do spletne vsebine, bo promet 
potekal z našega računalnika preko treh vozlišč in šele nato do streţnika spletne strani. Torej, 
naš računalnik vsebuje neke podatke, ki jih ţeli poslati nekemu spletnemu streţniku. Tor te 
podatke najprej šifrira s tremi plastmi zaščite, zato se temu principu reče tudi princip čebule. 
                                                          
5
 Hektivizem je uporaba računalniške tehnologije, kot na primer hackanje, za doseganje političnih ciljev 
6
 Uporabniki lahko nalagajo vsebino in z njo prosto manipulirajo. 
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Naši podatki bodo do končne destinacije potovali preko treh dostopnih točk oz. vozlišč, in 
sicer preko vstopnega, srednjega in izstopnega vozlišča. Vsako od teh vozlišč ima ključ za 
dešifriranje ene plasti zaščite. Ko izstopno vozlišče dešifrira zadnjo plast zaščite, pošlje naše 
podatke dešifrirane na ţelen spletni streţnik. Ker so bili naši podatki na ta streţnik poslani z 
izstopnega vozlišča, bo tudi naš IP naslov prikazan kot IP izstopnega vozlišča, torej nekega 
streţnika, ki je del globalne mreţe dostopnih točk. Tako naše aktivnosti na internetu ni 
mogoče povezati z našim računalnikom in ni mogoče določiti fizične lokacije tega 
računalnika (Marcina in Phetteplace, 2016). 
4.5 KRIPTO VALUTE 
Kripto valute so v današnjih časih postale svetovni fenomen, ki ga pozna večina ljudi. Začelo 
se je leta 2008, ko je Satoshi Nakamoto ustvaril prvo kripto valuto, imenovano Bitcoin. 
Nakamoto je pred tem skušal razviti digitalno valuto, ki bi imela neko centralno entiteto, 
namenjeno regulaciji valute, vendar so bili vsi poskusi neuspešni. Nato se je odločil, da bo 
poskusil z decentralizirano valuto brez centralne entitete, ki je podobna mreţi za izmenjavo 
datotek tipa uporabnik uporabniku (peer to peer). Ta odločitev je bila rojstvo Bitcoina in 
ostalih kripto valut (Kuo Chuen, Guo in Wang, 2017). 
Kripto valuta je internetno sredstvo za blagovno izmenjavo, ki za izvajanje finančnih 
transakcij uporablja kriptografske funkcije. Kripto valute se zanašajo na tehnologijo 
Blockchain za zagotovitev decentralizacije, transparentnosti in nespremenljivosti. Tehnologijo 
Blockchain lahko pojmujemo kot neko javno knjigo (zbirko računov, namenjenih financam), 
v katero se vpisujejo vse transakcije, zato podvajanje porabe sredstev ni mogoče. Sistem 
lahko razloţimo s primerom igre monopoli, kjer na mizi ni denarja in ni zaupanja med igralci. 
Zato igralci vzamejo list in začnejo zapisovati vse izmenjave sredstev (transakcije) med 
igralci. Na koncu igre ima vsak zapisan celoten potek transakcij v igri, kar pomeni, da bi imeli 
poenostavljeno verzijo verige blokov podatkov ali Blockchaina. V realnem poslovanju s 
kripto valutami vsak uporabnik ne zapisuje vseh transakcij, s tem se ukvarjajo določeni 
prostovoljci, ki te sezname stalno posodabljajo (teh je več tisoč, zato podvajanje ni mogoče). 
Ti prostovoljci so rudarji, ki poleg opravljanja nadzora tudi tekmujejo pri reševanju 
kriptografskih sestavljank. Ko najdejo rešitev sestavljanke, lahko rudarji ustvarijo nov blok 
verige Blockchain (Kuo Chuen, Guo in Wang, 2017). 
Poglejmo še mehanizme, ki vodijo podatkovne baze kripto valut. Kripto valuta, kot na primer 
Bitcoin, je sestavljena iz mreţe uporabnikov. Vsak uporabnik ima seznam celotne zgodovine 
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vseh transakcij in stanja na vsakem računu. Transakcijo lahko pojmujemo kot datoteko, ki 
pove, da uporabnik nakaţe določena sredstva drugemu uporabniku. Ta datoteka je podpisana 
z zasebnim ključem uporabnika, ki sredstva nakazuje. Ko je podpisana, je transakcija 
naznanjena v omreţju in poslana od enega uporabnika k drugemu. Tukaj gre za osnovno 
tehnologijo Peer to peer (p2p) (Kuo Chuen, Guo in Wang, 2017). 
4.6 KRIPTO TRGOVINA 
Kripto trgovina je spletna trgovska platforma, ki gosti večje število preprodajalcev ilegalnega 
blaga in kupcev, ki to blago kupujejo. Tovrstne trgovine imajo enak videz kot spletne trgovine 
na površinskem spletu, kot sta na primer Ebay ali pa Amazon, in dovolijo kupcem, da iščejo in 
primerjajo produkte in prodajalce. Kar kripto trgovine loči od ustanovljenih trgovin na 
površinskem spletu, je to, da uporabnikom zagotavljajo anonimnost pri izvajanju dejavnosti. 
Pri tem se uporabljajo številne strategije, s pomočjo katerih se prikrije identiteta uporabnikov, 
zagotavlja anonimno izvajanje transakcij in skrijejo fizične lokacije streţnikov, ki gostijo te 
spletne trgovine. Osnovni trije dejavniki teh strategij so prvič, uporaba brskalnika Tor, ki, kot 
sem ţe omenil, prikrije IP naslov računalnika, ki dostopa do podatkov na spletni trgovini. V 
kripto trgovinah se plačuje z decentraliziranimi in relativno neizsledljivimi kripto valutami, 
kot sta na primer Bitcoin in Limecoin. Tretji osnovni dejavnik strategije za zagotavljanje 
anonimnosti pa je šifriranje komunikacije med uporabniki spletnih trgovin, torej med 
prodajalci in kupci (Aldridge in Décary-Hétu, 2016). 
Na splošno lahko za kripto trgovine rečemo, da imajo naslednje značilnosti: zanašanje na 
omreţje Tor, decentralizirana mreţa izmenjav, uporaba šifriranih elektronskih valut oziroma 
kripto valut in uporaba tradicionalne poštne sluţbe za dostavo blaga kupcem. Kripto trgovine 
v svoji osnovi ne prodajajo ničesar, temveč zgolj zagotavljajo infrastrukturo, kjer lahko 
prodajalci in kupci izvajajo transakcije. Tovrstne spletne trgovine imajo torej vlogo 
posrednika in niso neposredno vpletene v prodajo blaga. Prodajalci in kupci sami ustvarjajo 
decentralizirane mreţe izmenjav, ki so se zmoţne izjemno hitro širiti ter povezati toliko 




5 STATUS LEGALNOSTI KRIPTO TRGOVIN IN RAZISKAV NA TEM 
PODROČJU  
Zakonodaja se od drţave do drţave razlikuje, predvsem pa je ocenjevanje kripto trgovin s 
pravno-legalnega vidika dokaj kompleksno. Na splošno je fenomen kripto trgovin s pravnega 
vidika definiran kot kibernetski kriminal, ki sem ga natančneje opisal ţe v prejšnjem poglavju. 
Bolj natančno pa gre lahko pri kripto trgovinah za več kaznivih dejanj, ki se glede na 
zakonodaje drţav razlikujejo. Administrator oziroma stvaritelj kripto trgovine se po nekaterih 
zakonodajah lahko šteje kot vodja kriminalne organizacije. Vzporedno pa potekajo tudi druga 
kriminalna dejanja, kot je npr. pranje denarja, saj mora administrator kripto valuto spraviti v 
denarni obtok. Vsi ostali akterji, ki so izvajali dejavnosti z namenom omogočanja delovanja 
kripto trgovine, so po večini zakonodaj zagrešili kaznivo dejanje sodelovanja s kriminalno 
organizacijo. Prodaja v kripto trgovinah v večini pravnih sistemov pomeni posedovanje 
ilegalnega blaga z namenom preprodaje in preprodajo ilegalnega blaga. Kupci bi z 
naročanjem ilegalnega blaga v kripto trgovinah zagrešili kaznivo dejanje posedovanja 
prepovedanih drog, v kolikor bi ţe posedovali naročeno blago. Ţe samo naročanje ilegalnega 
blaga na kripto trgovinah ni legalno, ker gre za promocijo trgovine z ilegalnim blagom, 
vendar je brez fizičnih dokazov (blaga v posesti kupca), tovrstno kaznivo dejanje izjemno 
teţko dokazati (Martin in Christin, 2016). 
Samo dostopanje do podatkov, ki so na straneh kripto trgovin, pa ni kaznivo dejanje. Podatki, 
dostopni na spletu, so v svojem bistvu javna last. Za dostopanje do podatkov je sicer treba 
najprej ustvariti račun na strani, ampak ustvarjanje računa je po navadi odprto za vse 
uporabnike. Zato je črpanje podatkov s tovrstnih strani (v kolikor v nobenem smislu nismo 
kompromitirali strani) povsem legalno. Vseeno pa lahko zgolj s črpanjem informacij s takšnih 
strani postanemo tarča (oseba zanimanja) organov pregona. Lahko pa z brskanjem po kripto 
trgovinah postanemo tudi tarča prevarantov, hekerjev in ostalih vrst kibernetskih kriminalcev, 




6 KRIPTO TRGOVINA ALPHABAY 
Alphabay market je začel delovati 26. decembra 2014. Ustvarjen je bil s strani »carderjev«, to 
so ljudje, ki se ukvarjajo s preprodajo številk kreditnih kartic in ostalih bančnih informacij. 
Kljub temu je Alphabay hitro začel ponujati tudi prepovedane droge, poţivila, oroţje, 
ponarejen denar in mnogo drugih ilegalnih dobrin. Na začetku je bila to zelo majhna kripto 
trgovina, ki je ţivela v senci večjih trgovin, kot sta bili Evolution in Agora. Po letu 2015, ko je 
trgovina Evolution zaprla »vrata«, pa je Alphabay postal veliko bolj izpostavljen in do leta 
2016 postal vodilni po številu uporabnikov ter transakcij (Christin, 2017). 
Ko je bila spletna stran zaradi večnacionalne policijske intervencije odstranjena, je bilo v 
trgovini oglaševanih več kot 250.000 ponudb za ilegalne droge in poţivila ter več kot 100.000 
ponudb za ukradene ali ponarejene osebne dokumente, ponarejene dobrine, pripomočke za 
hekanje, strelno oroţje itd. Europol ocenjuje, da je bilo pred zaprtjem, od začetka delovanja 
leta 2014 v trgovini opravljenih za milijardo ameriških dolarjev transakcij. Trgovina je s 
prepovedanimi drogami zalagala več kot 40.000 preprodajalcev drog, ki so oskrbovali več kot 







7 DELOVANJE KRIPTO TRGOVINE APLHABAY  
7.1 INSTITUCIJE KRIPTO TRGOVINE ALPHABAY 
Na vrhu hierarhije kripto trgovine Alphabay stojijo administratorji. Njihova vloga je 
upravljanje s stranjo in določanje pravil, po katerih bo kripto trgovina delovala. Zato  imajo 
poln dostop do vsake funkcije kripto trgovine. Lahko avtorizirajo in odstranijo posamezne 
uporabniške račune, ustvarjajo nove kategorije blaga, avtorizirajo ali prepovejo prodajo 
posamezne kategorije blaga, implementirajo nove varnostne protokole itd. Naloga 
administratorjev je tudi upravljanje s kripto valutami oz. s transakcijami na strani, kar jim 
omogoča, da od vsake transakcije vzamejo provizijo. 
Pod administratorji se v hierarhiji trgovine Alphabay nahajajo moderatorji. Ti 
administratorjem pomagajo pri vzdrţevanju strani in podpori uporabnikom. Imajo omejen 
dostop do infrastrukture strani in informacij uporabnikov. Njihove primarne naloge so 
reguliranje diskusij na forumu trgovine Alphabay, identifikacija goljufivih dejavnosti, ki jih 
izvajajo prevaranti na strani in odzivanje na prošnje uporabnikov za podporo ter na pritoţbe. 
Prodajalci uporabljajo kripto trgovino Alphabay za prodajo ilegalnega blaga. Ko se prodajalci 
registrirajo na Alphabay, lahko ustvarijo in upravljajo svojo lastno stran za prodajo blaga ter 
izvajajo transakcije s kupci. 
Porabniki preko trgovine Alphabay kupujejo ilegalno blago, ta skupina predstavlja največji 
del registriranih uporabnikov. Dostopajo lahko do strani prodajalcev, kupujejo blago in 
ustvarjajo povratne informacije, tako na straneh prodajalcev kot tudi na Alphabay forumu 
(Martin, 2014). 
7.2 ČLANSTVO 
Ko enkrat poznamo točno povezavo do kripto trgovine, je zelo lahko postati član trgovine 
Alphabay. Hiperpovezavo kopiramo v Tor brskalnik. V procesu registracije je potrebno 
ustvariti uporabniško ime in geslo ter 6-številčno PIN kodo. Uporabniško ime in geslo se 





Komunikacija med prodajalcem in kupcem poteka preko sistema pošiljanja direktnih 
elektronskih sporočil trgovine Alphabay. Sporočila so šifrirana z uporabo programske 
opreme PGP (Pretty good privacy), ki zagotovi zasebnost in avtentifikacijo. O problemih, ki 
so relevantni za celotno skupnost, pa se razpravlja na Alphabay forumu, o katerem bo več 
govora v naslednjih poglavjih. Izjemno pomembna pa je tudi komunikacija na površinskem 
spletu, kjer uporabniki kripto trgovine razpravljajo o prodajalcih in delijo spletno povezavo 
za dostop do trgovine. 
7.4 FORUM IN OSEBJE TRGOVINE APLHABAY  
V sklopu kripto trgovine deluje forum za diskusije. To je prostor, kamor osebje objavlja 
novice in napovedi v zvezi z delovanjem trgovine, prodajalci promovirajo svoje blago, 
uporabniki lahko osebju in prodajalcem zastavljajo vprašanja. Forum je izjemno 
transparenten, saj je vidno, kdo je trenutno aktiven in kaj počne; kliknemo lahko namreč 
razdelek članov in vidimo, kdo je prijavljen in kakšne aktivnosti so se nedavno izvajale na 
strani. Na forumu so člani razvrščeni v kategorije, glede na trajanje njihovega članstva in  
količino aktivnosti na forumu. Najniţja kategorija je duh (ghost), sledijo novi član, član in 
aktivni član. Na forumu je prisotno tudi administrativno osebje, ki je s strani trgovine 
kategorizirano kot Alphabay PR, mlajši moderator, starejši moderator, tehnična podpora, 
varnostni administrator in administrator/lastnik. Na forumu so bile prisotne tudi druge 
skupine osebja, ki jim administratorji plačajo za določene storitve, na primer skupina 
Scamwatch14 je administratorjem pomagala pri poročilih prevar in pri odstranjevanju 
prevarantov s trgovine in foruma. Notarius15 je bila skupina, ki je imela nalogo pomagati 
administratorjem pri reševanju sporov in nesporazumov med prodajalci in kupci. GRB je bila 
skupina, ki je delovala v trgovini Alphabay z nalogo preverjanja kakovosti blaga, ki se 
prodaja v spletni trgovini.  
Administracija in ostalo osebje je bilo organizirano po sistemu hierarhije, kjer je imelo osebje 
manj moči za kaznovanje uporabnikov in reguliranje trgovine kot administracija. Tisti, ki so 
delovali kot osebje trgovine, so lahko člane, za katere so menili, da jih je potrebno odstraniti, 
zgolj prijavili administraciji, administracija pa je edina imela moč za ukrepanje. 
Tudi administracija sama je bila hierarhično strukturirana. Naloga Alphabay PR-ja je bila 
odgovarjanje na vprašanja na forumih površinskega interneta, v zvezi z  vstopom in ostalimi 
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podrobnostmi trgovine Alphabay. Na vrhu hierarhije sta administrator/lastnik in njegova 
desna roka varnostni administrator, ki imata veliko več operativnih odgovornosti. Njune 
naloge so praktično vodenje strani, zagotavljanje, da so člani seznanjeni s pomembnimi 
sporočili in napovedmi ter vodenje osebja (Kalberg, 2017). 
7.5 PROCES PRODAJE IN KUPOVANJA  
Preprodajalci drog in ostalega ilegalnega blaga, ki to blago ţelijo prodajati v trgovini 
Alphabay, morajo najprej identificirati pravo spletno stran. Kot sem ţe omenil, nas brskanje 
po globokem spletu ne bo pripeljalo tja, kamor ţelimo, če nimamo točne hiperpovezave do 
strani, do katere ţelimo dostopati. Ko uporabnik identificira pravo stran, se mora najprej 
registrirati. Po registraciji pa ima dve moţnosti: lahko se registrira kot kupec ali pa kot 
prodajalec. V kolikor se registriramo zgolj kot kupci, je registracija brezplačna, za račun 
prodajalca pa je potrebno plačati 300 dolarjev administratorjem strani. To prodajalcu 
omogoči, da lahko na svoj račun prejema kripto valute. Ko je proces registracije prodajalcev 
končan, lahko prodajalec ustvari svojo lastno stran, ki vsebuje ţelene informacije, kot tudi 
blago in storitve, ki so naprodaj. Osnovne informacije, ki morajo biti nujno prikazane na 
prodajalčevi strani, so vrste ilegalnega blaga, ki ga  prodaja, količine tega blaga in cene. Na 
strani so tudi geografske lokacije, kamor je lahko blago poslano oz. dostavljeno. Nekateri 
prodajalci na strani Alphabay blago pošiljajo zgolj v domačo drţavo, večina pa jih je 
pripravljena blago pošiljati preko meja svoje lastne drţave.  
Tudi kupci morajo tako kot prodajalci najprej ustvariti račun, ki je za razliko od računa za 
prodajalce zastonj. Na ta račun lahko kupci prenesejo kripto valute. Nato lahko prosto 
brskajo po različnih straneh prodajalcev, na enak način kot lahko to počnemo na legitimnih 
straneh spletni trgovin, kot je na primer Amazon. Izbirajo lahko različne kategorije blaga 
(kokain, kanabis, prepovedana poţivila), dostopajo do različnih strani prodajalcev in 
primerjajo različne moţnosti nakupov, ki so na voljo. Ko kupec najde blago, ki ga ţeli kupiti, 
lahko začne proces transakcije. Transakcija poteka preko sistema deponiranja (escrow 
system), kar pomeni, da so sredstva, ki jih je kupec namenil prodajalcu, do zaključka 
transakcije v rokah administratorjev strani. Blago, ki je bilo kupljeno, je nato poslano 
neposredno od prodajalca h kupcu po konvencionalnem poštnem omreţju. Ko kupec blago 
prejme, administratorji denar preloţijo na uporabniški račun prodajalca. Zadnja faza je 
mnenje kupcev, ki ni nujna. Ta vsebuje kupčevo oceno prodajalca glede kakovosti blaga in 
splošno oceno storitve, ki jo je zagotovil prodajalec (dobro prikrita vsebina pošiljke, hitra 
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dostava blaga). To mnenje se nato prikaţe na strani prodajalca in je vidno tudi drugim 
uporabnikom (Martin, 2014). 
7.6 PLAČILNA METODA 
Zaradi anonimne realnosti kripto trgovin so morali administratorji vpeljati sistem, ki bo 
uporabnikom preprečil prevare. Kupec najprej konvencionalno valuto pretvori v kripto valuto 
Bitcoin, ki jo nato preko digitalne Bitcoin denarnice nakaţe na svoj Alphabay račun. 
Trgovina Alphabay je tako kot ogromno drugih kripto trgovin vpeljala sistem deponiranja 
(escrow system) za transakcije denarja. To je sistem, ki zaščiti kupca in prodajalca pred 
prevelikim tveganjem pri izmenjavi. Če kupec kupi določeno blago in ga plača še preden ga 
dobi, ga morda sploh ne bo prejel, če na strani ni mehanizmov, ki zagotavljajo pošteno 
izmenjavo. Sistem deponiranja je torej neke vrste trezor, ki denarna sredstva hrani, dokler 
obe strani izmenjave ne izpolnita svojih določil »pogodbe«. Ko kupec odda naročilo, njegov 
denar torej potuje v sistem deponiranja namesto neposredno k prodajalcu. Prodajalec lahko 
vidi, da ga v sistemu čaka denar in ve, da bodo denarna sredstva sproščena, takoj ko izpolni 
svoj del »pogodbe« in kupec prejme blago. Kupec po prejetju blaga dokonča naročilo in 
denarna sredstva v sistemu deponiranja so sproščena na račun prodajalca (Kalberg, 2017). 
7.7 PRAVILA TRGOVINE APLHABAY 
Kot sem ţe omenil, je Alphabay forum namenjen napovedim in novicam v zvezi s trgovino. 
Na forumu so administratorji objavili tudi pravila prodajanja in kupovanja ter pravila 
obnašanja v kripto trgovini. Implementacija pravil je del regulatornega mehanizma, ne samo 
za zagotovitev poštene prodaje, ampak tudi za varnost vseh uporabnikov kripto trgovine. V 
zvezi z varnostjo uporabnikov administratorji ne tolerirajo verbalnega nasilja in škodljivih 
informacij o ruskih drţavljanih
7
. Dejstvo, da administratorji ne dovolijo distribucije 
informacij ali orodij za kibernetski kriminal, ki bi lahko škodoval ruskim drţavljanom, lahko 
razumemo kot varnostni ukrep, ki zagotavlja, da ruska vlada oziroma policija ne bo imela 
velikih interesov za kazenski pregon administratorjev in uporabnikov trgovine.  
Pravila prepovedujejo tudi distribucijo določenega blaga oziroma storitev, zlasti tistega, kar 
je povezano z neposredno povzročitvijo telesnih poškodb ali umorov. Tudi to je pravilo, ki 
zmanjšuje interes organov pregona za kripto trgovino, saj policija nasilne zločine prioritizira.  
                                                          
7
 Prepoved objavljanja informacij, ki bi lahko škodovale ruskim drţavljanom, velja zaradi velikega deleţa ruskih 
upravljalcev s stranjo. Ti ne ţelijo pozornosti s strani ruskih organov pregona, hkrati pa ţelijo zaščititi svoje 
sodrţavljane. (Kalberg, 2017) 
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Zgornja pravila so namenjena zlasti tistim,, ki imajo namen kupovati, ne prodajati. Prodajalci 
so bili s pravili prodajanja seznanjeni v trenutku, ko so »podpisali pogodbo«, ki jim omogoča, 
da se njihov račun pretvori v račun prodajalca. Pri tem pa so morali izpolniti nekaj dodatnih 
zahtev. Račun je namreč lahko odprl vsak, brez kakršnega koli varnostnega preverjanja. 
Administratorji so zahtevali plačilo prijavnine v višini 200 ameriških dolarjev, ki je bila 
prodajalcem v primeru, da ţelijo zapreti račun, povrnjena. Znesek je bil namenjen spodbudi 
poštenega trgovanja in obnašanja tistih, ki ţelijo odpreti prodajalski račun. V kolikor 
prodajalci ne bi izpolnjevali svojih obveznosti v izmenjavah blaga, bi jim administratorji 
zaprli račun in prodajalci bi izgubili plačan znesek.  
Tudi za objavljanje v forumu so bila postavljena pravila. U uporabniki v objavah ne smejo biti 
ţaljivi in ne smejo pisati z velikimi črkami (CAPS LOCK). Prodajalci na forumu ne smejo 
prepričevati uporabnikov v zgodnje zaključevanje transakcij (izven sistema deponiranja). 
Slednje pravilo administratorjem zagotavlja njihov del zasluţka, kar je 3,5 odstotka od vsake 
transakcije.  
Kazni za kršenje pravil so se razlikovale glede na resnost dejanj. Administratorji so lahko 
zamrznili račune, objave blaga za prodajo in objave na forumu so lahko bile izbrisane, 
uporabniki pa so bili lahko tudi popolnoma odstranjeni s trgovine Alphabay, kar je pomenilo 
tudi izgubo kripto valut, ki jih je imel uporabnik (Kalberg, 2017). 
7.8 VLOGA ZAUPANJA 
V kripto trgovini Alphabay so administratorji razvili sistem, ki članom pomaga ugotoviti, 
kako zaupanja vreden je uporabnik, s katerim poslujejo. V uporabi sta bila dva ločena sistema, 
in sicer stopnja zaupanja prodajalca in stopnja zaupanja. Prvi sistem razvrščanja po stopnjah 
zaupanja je namenjen kupcem za varnost pri transakcijah s prodajalci. Stopnje zaupanja 
prodajalcev gredo od 1 do 10, pri čemer je 1  najniţja stopnja zaupanja, 10 pa najvišja. 
Stopnja je ovrednotena glede na količino prodanega blaga, prodajalčevega zasluţka in 
količine pozitivnih mnenj o njihovem blagu  (Kalberg, 2017, 50). 
Medtem ko so stopnje zaupanja prodajalcev namenjene zgolj prodajalcem, pa so stopnje 
zaupanja namenjene vsem uporabnikom. Stopnja zaupanja, prav tako označena na lestvici od 
1 do 10, je preračunana na podlagi količine aktivnosti in dejanj uporabnikov in števila glasov 
uporabnikov, da zaupajo ali pa ne zaupajo nekemu drugemu uporabniku (vsak uporabnik 
lahko glasuje za druge uporabnike, ne glede na to, ali so prodajalci ali kupci).  
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7.9 VLOGA MNENJ KUPCEV 
Tudi mnenja kupcev imajo podobno vlogo kot stopnje zaupanja prodajalcev, in sicer 
zmanjševanje tveganja kupcev in povečanje prodaje zaupanja vrednim prodajalcem. Mnenja 
uporabnikov so ocene in kratko mnenje o kakovosti prejetega blaga ter iznajdljivosti 
prodajalca pri kamufliranju blaga. Mnenje je lahko pozitivno, nevtralno ali pa negativno; da 
lahko prodajalci preidejo v višje nivoje zaupanja, morajo imeti vsaj 90 odstotkov pozitivnih 
mnenj. Kupci lahko podajo mnenje šele takrat, ko je celotna transakcija zaključena, oziroma, 
ko so prejeli naročeno blago. Mnenje lahko poda vsak kupec, to se izpiše na računu 





Kot sem ţe omenil, je Alphabay v veliki meri namenjen preprodaji prepovedanih drog, poţivil 
in zdravil na recept. Kljub temu lahko na spletni trgovini najdemo tudi veliko drugih kategorij 
blaga. Blago sem zato razdelil v tri skupine: prepovedane droge, zdravila na recept in 
prepovedana poţivila ter drugo (vse, kar ne sodi v nobeno od skupin). Analiziram torej 
ponujeno blago, količine prodanega blaga in drţave izvora blaga. 
8.1 PREPOVEDANE DROGE  
Kategorija prepovedane droge je bila razdeljena na 11 podkategorij, v katerih je ponujenih 
ogromno različnih vrst prepovedanih drog. Te podkategorije so sledeče:  
- Kanabis: vse vrste izdelkov iz kanabisa (kanabisovo olje, semena, hašiš…)  
- Disociativi: ketamin, GHB, GBL 
- Kokain: produkti iz kokaina 
- Halucinogeni: LSD in sorodne substance 
- Stimulanti: vsi stimulanti razen kokaina, vključno z amfetamini, MDMA in MDA 
- Opiati: heroin, opij, analgetiki 
- Psihadeliki: nore gobe, DMT in ostali psihadeliki 
Poleg teh osnovnih  podkategorij  je v ponudbi še 5 podkategorij, kjer so na voljo nove 
psihoaktivne substance (v nadaljevanju NPS), saj na trg prepovedanih drog zelo pogosto 
prihajajo nove substance. Obstaja namreč trg legalnih psihoaktivnih substanc, kjer 
proizvajalci proizvedejo kemijsko spojino, ki ima nekoliko spremenjeno kemijsko formulo 
kot standardne prepovedane droge v prvi skupini, zato se lahko legalno prodajajo. Vendar 
organi pregona te modificirane formule hitro dodajo na seznam prepovedanih drog, zato je 
njihova prodaja moţna zgolj še na črnem trgu. Nekatere med temi novimi substancami so 
izjemno nevarne, ker imajo velik potencial za predoziranje. Podkategorije NPS so sledeče: 
- NPS (kanabinoidi): sintetični kanabinoidi kot na primer Spice in K2. 
- NPS (disociativi): sintetični disociativi kot na primer methoxetamin, 
dextromethorphan. 
- NPS (halucinogeni): sintetični halucinogeni kot na primer 25i-NBOMe, 4-ACO-DMT, 
2C-B 
- NPS (opiati): sintetični opiati, vključno s fentanili. 
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- NPS (sintetični stimulanti): vse druge nove psihoaktivne spojine, ki niso zajete v 
nobeni od zgornjih podkategorij, na primer mephedron, 4-fluoroamfetamin. 
8.2 ZDRAVILA NA RECEPT IN PREPOVEDANA POŽIVILA 
Kategorija je razdeljena na 4 podkategorije, ki zajemajo večino poţivil in zdravil na recept, do 
katerih bi posamezniki lahko dostopali zgolj na črnem trgu. Podkategorije so naslednje: 
- Benzodiazepini: Xanax, Benzodiazepin, Rivotril itd. 
- Analgetiki: Oksikodon in ostala zdravila na osnovi opiatov 
- Zdravila na recept: različna zdravila, ki ne sodijo v nobeno od kategorij 
- Sildenafil: Viagra in podobna zdravila 
- Anabolni steroidi: Dianabol, TEST, Trenbolone itd. 
8.3 DRUGO BLAGO 
V to kategorijo sem uvrstil ilegalno blago, ki ne spada v kategorijo drog. Kot sem ţe omenil, 
je večina transakcij v trgovini Alphabay namenjenih preprodaji ilegalnih drog, zdravil in 
poţivil, kljub temu pa v ponudbi najdemo tudi druge vrste ilegalnega blaga. To blago je 
razvrščeno v naslednje podkategorije: 
- Pripomočki za uţivanje prepovedanih drog: pipe, tehtnice, itd. 
- Digitalne dobrine: številke kreditnih kartic, e-knjige, ukradeni profili pornografskih 
spletnih strani itd. 
- Elektronika: nezakonito pridobljene ali ukradene elektronske komponente in naprave 
- Ponarejen denar: ponarejeni bankovci različnih valut 
- Razno: ponarejene ure, ponarejeno zlato za izvajanje prevar in podobni predmeti, ki ne 
sodijo v nobeno drugo podkategorijo 
- Tobak: tobačni izdelki, vključno z elektronskimi cigaretami 
- Oroţje: različne vrste oroţja, od hladnega do strelnega. 
Pri tej kategoriji je specifično oroţje. Med ponujenim oroţjem je mogoče najti hladno oroţje, 
kot so na primer noţi, teleskopske palice, elektrošokerji in druge vrste. Med strelnim oroţjem 
je ponujena količina različnih vrst oroţja relativno majhna. Na voljo so polavtomatske pištole 
in avtomatske puške. Pri prodaji oroţja v trgovini  Alphabay je posebnost ta, da ga prodajalci 
ne pošiljajo po standardni pošti kot to velja za ostale kategorije blaga. Ko kupec prodajalcu 
plača za ţeleno oroţje, mu slednji sporoči lokacijo (koordinate), kamor bo blago dostavil in 
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čas dostave. Kupec nato oroţje na dogovorjeni lokaciji prevzame in zaključi transakcijo v 
spletni trgovini.  
8.4 IZVORNE DRŽAVE 
Alphabay je sestavljen iz 12 glavnih kategorij, od katerih je največja kategorija droge in 
kemikalije/zdravila. Ta predstavlja 45 odstotkov celotne količine transakcij. Druga najbolj 
priljubljena je kategorija prevar, kjer lahko najdemo ponarejene dokumente, denar, ukradene 
uporabniške račune… Kategorija prevar si lasti 13 odstotkov celotnega trţnega deleţa na 
Alphabay. Vse ostale kategorije (digitalne dobrine, oroţje, nakit…) pa predstavljajo izjemno 
majhen deleţ celotne prodaje. Velja pa omeniti, da čeprav oroţje predstavlja majhen deleţ 
celotnega prodanega blaga, je vrednost vsega oglaševanega blaga na Alphabay 3,6 milijonov 
ameriških dolarjev, glavni drţavi izvora pa  sta ZDA in Zdruţeno kraljestvo. 
Identificiranih je 10 glavnih drţav izvora blaga. V spodnjem grafu (glej sliko 8.1) je 
prikazano, katere so te drţave in kolikšen deleţ oglaševanega blaga izvira iz teh drţav. 















Vir: (Kruithof, Aldridge, Décary-Hétu, Sim, Dujso in Hoorens, 2016). 
Kot lahko vidimo, največ oglasov prihaja iz ZDA, kar dvakrat več kot iz Zdruţenega 
kraljestva. Vidimo lahko tudi, da ogromen deleţ oglaševanega blaga prihaja iz razvitih drţav 
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z močnimi ekonomijami, kot na primer Nemčija, Kanada, ZDA itd.(Baravalle in Lee, 2018, 
509). 
Daleč največ različnih vrst ilegalnega blaga prihaja iz ZDA. Največ ga lahko najdemo v 
kategoriji droge in kemikalije (74 %), nakit in zlato (10 %), ponaredki (8 %) in oroţje (2 %). 
V primerjavi z drugimi drţavami iz ZDA prihaja največ blaga iz kategorije droge in 
kemikalije; 29 % predstavlja prepovedana droga kanabis, sledijo pa psihadelične droge. V 
oglasih na straneh kripto trgovine Alphabay, katerih izvorna drţava je ZDA, je v primerjavi z 
drugimi drţavami tudi največji deleţ oroţja (Baravalle in Lee, 2018, 509-510). 
Tako kot iz ZDA, tudi iz Zdruţenega kraljestva prihaja največ ilegalnega blaga, ki spada v 
kategorijo droge in kemikalije, in sicer 97 odstotkov, kar je največji deleţ med obravnavanimi 
izvornimi drţavami. Med prepovedanimi drogami iz Zdruţenega kraljestva prihaja daleč 
največ izdelkov iz prepovedane droge kanabis (36 %), sledijo stimulanti (12 %) in 
psihadelične droge (11 %).  
Podoben vzorec lahko zasledimo tudi v Nemčiji in ostalih  evropskih drţavah. Velik deleţ 
prodanega ilegalnega blaga predstavljajo prepovedane droge, med katerimi tudi iz Nemčije 
prihaja največ izdelkov iz kanabisa (34 %), sledijo disociativi (25 %) in psihadelične droge 
(16 %) (Barvalle in Lee, 2018, 510). 
Pri evropskih drţavah je posebnost Nizozemska, saj kar 99 % oglasov iz te izvorne drţave 
predstavljajo prepovedane droge. Največ je stimulantov tipa MDMA, kar 42 odstotkov, ostali 
deleţ pa predstavljajo drugi stimulanti, psihadelične droge in kanabis. Vzrok za tako velik 
deleţ oglasov za prepovedane droge MDMA je v tem, da je večina te prepovedane droge v 
Evropi proizvedena na Nizozemskem.  
Od teh vzorcev pa odstopa Afganistan. Od tam ne izvira nobena ponudba prepovedanih drog, 
večino oglaševanega blaga iz te drţave predstavljajo ukradeni uporabniški računi in 
ponarejeni osebni dokumenti. Iz Afganistana prihaja tudi veliko ponudb za elektronske 





9 VLOGA KRIPTO TRGOVIN NA TRGU PREPOVEDANIH DROG 
9.1 PROMET V KRIPTO TRGOVINAH 
Celotne zasluţke oziroma skupni promet kripto trgovin povzemam po raziskavi RAND. Pri 
raziskavi so s pajkom merili promet v 8 največjih kripto trgovinah. Analiza rezultatov 
pajkanja na globokem spletu je pokazala, da kripto trgovine generirajo 14,2 milijona 
ameriških dolarjev mesečno. Vendar je ta številka verjetno podcenjena, saj raziskava temelji 
na  analizi mnenj kupcev, nekateri kupci pa svojega mnenja niso oddali. Sicer pa je raziskava 
zajela zgolj 8 največjih kripto trgovin od skupaj pribliţno 50. Celotni promet vseh kripto 
trgovin naj bi po oceni znašal pribliţno 50 milijonov ameriških dolarjev mesečno (Kruithof, 
Aldridge, Décary-Hétu, Sim, Dujso in Hoorens, 2016). 
9.2 PROMET PO TIPU ILEGALNIH SUBSTANC 
Avtorji raziskave so analizirali, kakšen je bil promet po tipih prepovedanih substanc v 
evropskih drţavah. Ugotovljeno je, da največji deleţ zavzema prodaja prepovedane droge 
kanabis. Ta predstavlja 31 odstotkov prodaje. Veliki prihodki pa so bili ustvarjeni tudi pri 
drugih kategorijah prepovedanih drog. Droge tipa stimulanti (kokain) predstavljajo 24 
odstotkov prometa, kar znaša skoraj 4 milijone ameriških dolarjev. Ekstazi oziroma tip 
prepovedane droge MDMA v Evropi ustvari okrog 16 odstotkov celotnega prometa ali 2,3 
milijona ameriških dolarjev. Zdravila na recept predstavljajo 15 odstotkov mesečnih 
zasluţkov evropskih drţav, 7 odstotkov pa prepovedane droge tipa psihadeliki. Opaziti je, da 
je prodaja prepovedanih drog tipa opiati relativno nizka, saj predstavlja zgolj 5 odstotkov 
mesečnih prihodkov. Najmanj se prodaja tobaka in alkohola, manj kot 1 odstotek celotnega 
prometa. Nekatera zdravila na recept na osnovi opiatov sodijo v kategorijo zdravil na recept. 
V kolikor bi jih priključili h kategoriji opiatov, bi bil deleţ celotnega prometa opiatov veliko 
večji. Prodaja alkohola in tobaka pa je nizka zaradi legalnega statusa teh substanc, večina 
ljudi jih namreč lahko legalno kupi v trgovini, zato ni potrebe po nakupih na črnem trgu.  
Sledijo prepovedane droge tipa ekstazi, pri katerih ima poseben pomen Nizozemska. Pri 
oglasih za prepovedane droge tipa ekstazi je opaziti, da so prodajalci, ki ne prihajajo iz 
Nizozemske, ustvarili 2,3 milijona ameriških dolarjev prometa na mesec, kar znaša 16 
odstotkov celotne prodaje. Nizozemska pa je ustvarila 50 odstotkov prometa zgolj na račun 
prepovedane droge tipa ekstazi, kar znaša pol milijona ameriških dolarjev. Ta znesek pa je bil 
doseţen v samo 2000 transakcijah, kar namiguje na to, da Nizozemska v primerjavi z drugimi 
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evropskimi drţavami prodaja večje količine te prepovedane droge na eno transakcijo. 
Pribliţno enako število oglasov iz Nizozemske predstavljajo stimulanti, ampak ti generirajo 
več kot polovico manj zasluţka, kot droge tipa ekstazi. Glede na liberalno politiko te drţave v 
zvezi s kanabisom bi pričakovali velik del zasluţka na račun te substance, ampak kanabis 
ustvari zgolj 19 odstotkov celotnega prometa, kar je veliko manj kot ostale evropske drţave. 
Splošna slika Nizozemske je takšna, da droge tipa ekstazi in stimulanti ustvarijo okrog tri 
četrtine celotnega prihodka, kar se močno razlikuje od ostalih evropskih drţav (Kruithof, 
Aldridge, Décary-Hétu, Sim, Dujso in Hoorens, 2016). 
9.3 POSEBEN POMEN NIZOZEMSKE 
Zanimivo je, kot sem ţe omenil, da po raziskavi kanabis predstavlja zgolj 10 odstotkov 
prihodkov od prepovedanih drog, prodanih v kripto trgovinah iz izvorne drţave Nizozemske. 
Nizozemski prodajalci prodajo okrog 11 kilogramov kanabisa mesečno, kar je samo 2 
odstotka globalnega volumna prodanega kanabisa na globokem spletu. Analiza pa je 
pokazala, da večina oglasov iz te drţave (skoraj 50 odstotkov) predstavlja prepovedane droge 
tipa ekstazi. Drţava je po količini prodanega blaga komaj na petem mestu, za ZDA, Veliko 
Britanijo, Avstralijo in Nemčijo, ampak kljub temu imajo veliko koncentracijo kripto market 
prodajalcev, in sicer 13,4 na milijon prebivalcev. ZDA, ki proda največ blaga, ima 2,8 
prodajalcev na milijon prebivalcev. Ko govorimo o prepovedanih drogah, prodanih na spletu, 
je Nizozemska vodilna drţava na trgu.  
Nizozemska ima na trgu prepovedanih drog tipa ekstazi posebno vlogo, večina nacionalnih 
organov pregona in mednarodnih agencij za nadzor prepovedanih drog drţavo šteje za 
globalni center za proizvodnjo in preprodajo te substance. V poročilu ameriške agencije za 
boj proti drogam (DEA) je bilo ugotovljeno, da je 80 odstotkov globalno prodanega ekstazija, 
proizvedeno v laboratorijih na Nizozemskem. Drţava pa je tudi glavni vir amfetaminov, 
prodanih na evropskem trgu.  
Zakaj je Nizozemska po proizvodnji in prodaji prepovedane droge tipa ekstazi na tako 
visokem mestu ni popolnoma znano, glede na to, da jim v zadnjem času veliko konkurenco 
predstavljajo Kitajska, jugovzhodna Azija, ZDA in nekatere drţave vzhodne Evrope, sploh 
Poljska. Zakaj je tako, ni povsem znano, eden od razlogov pa je nedvomno v tem, da ima 
Amsterdam največje povpraševanje po prepovedanih drogah na svetu. Tako velik trg je 
vzpostavil lastno proizvodnjo v 80. letih prejšnjega stoletja in cena je močno padla. To in 
drugi strukturni ter naključni dejavniki so verjetno prispevali k prednosti Nizozemske pred 
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ostalimi drţavami, zato so se kriminalne mreţe razširile po celotni regiji. Iz intervjujev, ki so 
jih s preprodajalci izvedli raziskovalci, pa tudi mediji,  je mogoče razbrati,  da imajo spletni 
preprodajalci iz Nizozemske svoje lastne obrate za proizvodnjo prepovedane droge MDMA 
(surova oblika prepovedane droge ekstazi) večinoma v provinci Noord-Brabant, ali pa so na 
nek način povezani s proizvajalci. Zaradi razlik v cenah na mednarodnih trgih ima zato nizka 
cena nizozemskih proizvodov potencial za velike finančne koristi. S tem bi torej lahko 
razloţili veliko koncentracijo preprodajalcev iz Nizozemske na spletu. Veliko pa nam pove 
tudi podatek, da ena tabletka prepovedane droge ekstazi v Avstraliji stane pribliţno 23 
ameriških dolarjev, na Nizozemskem pa 1,5 dolarja (van Duyne, von Lampe, van Dijck in 
Newell, 2005). 
9.4 PRODAJA NA DEBELO ALI NA DROBNO?  
Pomembno je razlikovanje med maloprodajo uporabnikom in prodajo velikih količin 
preprodajalcem. Najprej ugotavljam, ali gre v kripto trgovinah za prodajo manjših količin 
prepovedanih drog kupcem za lastno uporabo, ali pa gre morda za prodajo večjih količin 
prepovedanih narkotikov za oskrbo preprodajalcev. Kaj si pravzaprav lahko predstavljamo 
pod pojmoma večje in manjše količine? Volumni prepovedanih drog, ki bi jih pojmovali kot 
prodajo na debelo, močno variirajo, glede na vrsto prepovedanih drog. Različne zakonodaje 
različno pojmujejo količine prepovedanih drog, glede na to, ali so namenjene lastni uporabi 
ali distribuciji. Zaradi teh dejstev so v raziskavi, iz katere črpam podatke, za razlikovanje med 
prodajo za lastno uporabo in prodajo za namen distribucije, uporabili ceno nakupa, namesto 
količine. Količine, ki so bile kupljene pod ceno 100 dolarjev, so zato premajhne, da bi jih 
lahko šteli kot velike količine, namenjene preprodaji. Oglasi, katerih cena pa je 1000 in več 
ameriških dolarjev, pa imajo veliko večji potencial za distribucijo. Ne glede na to, pa vseeno 
ni nujno, da je pri nakupih nad 1000 dolarjev šlo za namen distribucije, kupec je namreč 
prepovedane droge lahko naročil za daljše časovno obdobje. Še teţje pa je samozavestno 
trditi, da so bili nakupi med 100 in 1000 ameriških dolarjev namenjeni distribuciji. Zato je 
raziskava, kot nakupe za namen preprodaje, upoštevala transakcije nad 1000 ameriških 
dolarjev.  
Transakcije so razdeljene v 4 kategorije, in sicer v višini manj kot 100 dolarjev, med 100 in 
500 dolarjev, med 500 in 1000 dolarjev ter nad 1000 dolarjev. Večina oglasov se nahaja v 
prvih dveh kategorijah, na svetovni ravni. 46-odstotni deleţ transakcij so predstavljali nakupi 
pod 100 dolarjev in 34 odstotkov med 100 in 500 dolarji. Veliko manj, in sicer 9 odstotkov, je 
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bilo trasakcij med 500 in 1000 dolarjev, nekoliko več pa je bilo tistih, ki se štejejo za namene 
preprodaje, nad 1000 dolarjev, in sicer 11 odstotkov. Cena najdraţjega oglasa, ki so ga 
zasledili v kripto trgovinah, je bila 390.000 ameriških dolarjev (10 kg kokaina). 
Oglasi nizozemskih prodajalcev so dvakrat bolj verjetno spadali v kategorijo prodaje na 
debelo, kar pomeni transakcije nad 1000 ameriških dolarjev (eden na pet nizozemskih oglasov 
spada v to kategorijo). To zopet kaţe, da je Nizozemska relativno bolj pomembna od ostalih 
drţav pri prodaji prepovedanih drog na debelo.  
Kljub temu pa tako na mednarodni ravni kot tudi na Nizozemskem velja, da večina transakcij, 
in sicer 95 odstotkov, sodi v rang cene pod 500 ameriških dolarjev. Od tega je največji deleţ 
transakcij v rangu pod 100 dolarjev, kar je konsistentno s tem, da je velika večina nakupov v 
kripto trgovinah namenjena lastni uporabi kupcev (Kruithof, Aldridge, Décary-Hétu, Sim, 
Dujso in Hoorens, 2016). 
9.5 TRŽNI DELEŽ PREPRODAJE V KRIPTO TRGOVINAH V 
PRIMERJAVI S FIZIČNO TRGOVINO  
Agencija EUROPOL je leta 2019 ocenila, da je evropski trg prepovedanih drog vreden okrog 
30 milijard evrov (2,5 milijarde na mesec). Zgornja meja seštevka vseh transakcij v kripto 
trgovinah pa je 50 milijonov ameriških dolarjev, če upoštevamo tudi oceno celotnega prometa 
manjših kripto trgovin, ki niso bile vključene v raziskavo. Če primerjamo ta dva zneska, lahko 
ugotovimo, da preprodaja prepovedanih drog v kripto trgovinah predstavlja zgolj majhen 
deleţ celotne fizične trgovine s prepovedanimi drogami.  
Tudi če se osredotočimo zgolj na nizozemske prodajalce, lahko vidimo, da je celoten promet 
okrog milijona ameriških dolarjev, nizozemske kavarne, kjer prodajajo kanabis, pa generirajo 
tudi do 100 milijonov dolarjev na mesec zgolj s prodajo kanabisa. Nizozemska osrednja vloga 
pri produkciji in preprodaji prepovedanih drog se je sicer preslikala tudi na splet, vendar 
celoten promet vseeno predstavlja majhen deleţ trgovine s prepovedanimi drogami.  
Raziskave pa kaţejo, da se velikost internetne trgovine s prepovedanimi drogami konstantno 
in znatno povečuje. To je dokazala ţe zbirka podatkov, zbranih med leti 2011 in 2012 v kripto 
trgovini Silkroad 1.0. Takrat je bil celoten promet vseh kripto trgovin okrog 15 milijonov 
ameriških dolarjev na leto, ker je bila Silkroad 1.0 edina dejavna kripto trgovina. Leto kasneje 
je bila velikost trţišča ocenjena na 90 milijonov ameriških dolarjev letno, kar pomeni znatno 
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povečanje prometa v enem letu. Leta 2015 je bilo na celotni kripto trgovini skupaj 100 
milijonov ameriških dolarjev prometa, kar pomeni, da je bilo na dan ţe za okrog 600.000 
ameriških dolarjev prometa. Raziskava RAND leta 2016 pa je zgornjo mejo za celotno trţišče 
ocenila na 50 milijonov dolarjev mesečno, kar znese 600 milijonov dolarjev na leto. Tako 
veliko povečanje je rezultat povečanja števila kripto trgovin in prodajalcev po prenehanju 
delovanja kripto trgovine Silkroad 1.0. Takoj, ko je bila stran zaprta s strani FBI, so jo namreč 
nadomestile kopije kot npr. Silkroad 2.0, Alphabay, Agora, Dream… Do danes je dejavnih 
skupaj okrog 50 kripto trgovin, sicer pa je stanje dejavnosti kripto trgovin zelo dinamično. 
Trgovine namreč velikokrat hitro pridejo in ugasnejo, razlog pa je v veliki meri v sistemu 
deponiranja, ki administratorju omogoča dvig sredstev, ki so v danem času v sistemu in 
zaprtje trgovine. Tej metodi se reče prevara izhoda (exit scam). Drugi razlog pa je odkritje 
streţnikov trgovine s strani organov pregona in posledično zaprtje kripto trgovine (Kruithof, 






Ugotovil sem, da ima kripto trgovina Alphabay zelo sofisticirane mehanizme vodenja in 
regulacije. Vodstvo trgovine je hierarhično organizirano, vrh piramide predstavlja 
administrator, ki lahko prosto upravlja s trgovino, pod njim pa so administratorji z bolj 
specifičnimi funkcijami, ki pomagajo pri reguliranju trgovine. Za določene naloge vodstvo 
najema zunanje izvajalce, ki prevzamejo nekatere funkcije na primer nadziranje prevar na 
kripto trgovini. Veliko vlogo igra zaupanje, ki ni zgolj neformalna beseda, ki kroţi od 
uporabnika do uporabnika, ampak je zaupanje institucionalizirano v povratnih informacijah o 
prodajalcih in kupcih. Ti kupcem omogočajo, da se odločijo za zaupanja vredne prodajalce, 
prodajalcem pa omogoča povečanje prodaje, v kolikor so povratna mnenja pozitivna. Prav 
tako pa so prodajalci in kupci razdeljeni po stopnjah zaupanja, kar predstavlja še dodatni 
varnostni mehanizem za prodajalce in kupce. Ključ informiranja uporabnikov o raznih 
spremembah itd. je Alphabay forum, do katerega lahko uporabniki dostopajo in izvajajo 
aktivnosti pod točno določenimi pogoji. 
Ugotovil sem, da na kripto trgovini Alphabay lahko kupimo ogromno različnih vrst 
prepovedanega blaga, ki ga v grobem lahko razdelimo na prepovedane droge in poţivila, 
zdravila na recept, pripomočki za uţivanje prepovedanih substanc, digitalne dobrine, 
ponarejene valute in oroţje. Moja analiza je pokazala, da je Alphabay v največji meri 
namenjene preprodaji prepovedanih drog, zdravil na recept in poţivil. Ostalo ilegalno blago 
predstavlja relativno nizek deleţ prodaje. Menim, da kripto trgovine nimajo potenciala za 
ustvarjanje velikih mreţ za preprodajo oroţja, ker je pošiljanje tega prek tradicionalne pošte 
izjemno tvegano. Prav tako nimajo velikega potenciala za ustvarjanje kriminalnih mreţ za 
ostalo blago, ki ni oroţje ali prepovedane droge in poţivila. Ponarejene valute, pripomočke za 
uţivanje prepovedanih drog in ponaredke blagovnih znamk, lahko danes najdemo ţe v 
številnih trgovinah, dostopnih na površinskem spletu, kripto trgovine pa tudi niso glavno 
trţišče za ilegalne digitalne dobrine, glede na količino transakcij. Velik potencial pa imajo 
kripto trgovine pri preprodaji prepovedanih drog. Zaskrbljujoče je, da na kripto trgovinah, z 
malo računalniškega znanja lahko na svoj dom naročimo vse vrste prepovedanega blaga, 
sploh prepovedane droge. Kot sem ugotovil ne gre zgolj za prodajo majhnih količin 
namenjenih osebni uporabi, ampak so v ponudbi tudi večje količine prepovedanih drog, 
čeprav je teh ponudb za enkrat relativno malo. Sicer je trţni deleţ transakcij na kripto 
trgovinah še vedno izjemno nizek, v primerjavi s konvencionalnimi, medosebnimi mreţami 
kriminalcev, kljub temu pa število uporabnikov in kripto trgovin na splošno zelo hitro 
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narašča. Ta hitra rast je zelo zaskrbljujoča, glede na to, da poslovanje v kripto trgovinah 
zagotavlja relativno zasebnost in zmanjšanje tveganja pri izmenjavi prepovedanih drog. 
Veliko naraščanje obsega tovrstnih operacij pa je bilo opaţeno s strani drţav in njihovih 
političnih struktur ter organov pregona, posledično pa tudi strokovne javnosti. Na temo je bilo 
po padcu Silkroada 1.0 narejenih ogromno raziskav, ki sem jih vključil v analizo, ravno zaradi 
tega, ker je so na mejah z leta v leto prestreţene večje količine ilegalnih narkotikov. Velik 
deleţ raziskav je bilo naročenih s strani drţav, kot na primer raziskava RAND, ki sem jo 
vključil v analizo, ki je bila naročena s strani Nizozemske. Drţave se vse bolj zavedajo, da 
kripto trgovine predstavljajo nevarnost za povečanje obsega mednarodnega organiziranega 
kriminala in globalizacijo trga s prepovedanimi drogami, ki je nacionalne drţave več ne bodo 
mogle efektivno nadzirati.. Menim, da bi kripto trgovine v prihodnosti lahko popolnoma 
transformirale trgovino s prepovedanimi drogami in ustvarile trg, kjer bi uporabniki ilegalne 
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