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DÉVELOPPEMENT D'UN ENVIRONNEMENT DE COMMUNICATION MULTIMÉDIA 
(VOIX ET VIDÉO) SUR INTERNET 
Mourad El Allia 
SOMMAIRE 
De nos jours, la voix et la vidéo sur IP occupe une place privilégiée dans le monde des 
télécommunications. L'avantage incontesté de cette technologie est sa possibilité 
d'intégrer la voix, la vidéo et les données sur une même infrastructure Internet existante 
déjà. Grâce à cette technologie les coûts des communications interurbaines ont chuté 
de manière considérable ce qui laisse croire qu'elle a encore de beaux jours devant 
elle. Différents standards et protocoles de communications ont été élaborés pour rendre 
possible cette communication numérique. Parmi ces protocoles notons les protocoles 
de signalisation SIP et H.323 ainsi que les protocoles de transport en temps réel RTP 
et RTCP que nous avons étudiés et comparés dans ce mémoire. 
Nous avons également modélisé, en utilisant l'approche par objet, le protocole SIP. Sa 
mise en œuvre, a été réalisée selon une architecture client-serveur à l'aide des 
librairies multimédia du langage de programmation Java pour transmettre et recevoir la 
voix et la vidéo via Internet. 
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DEVELOPMENT OF A MULTIMEDIA COMMUNICATION ENVIRONMENT 
(VOICE AND VIDEO) OVER INTERNET 
Mourad El Allia 
ABSTRACT 
Nowadays, voice and video over IP occupy a privileged place in the telecommunication 
world. The uncontested advantage of this technology is its capabilities to mix voice, 
video and data using the same existing internet infrastructure. Another advantage is the 
cost of the long-distance communications which has decreased considerably, and let us 
suppose that this technology has a great future. Many standards and communications 
protocols have been developed to support such technology. Among them there are 
signaling protocols like SIP and H.323, and real-time protocols like RTP and RTCP that 
we have studied and compared in this work. 
We propose an object oriented solution that models the SIP protocol. Based on a client-
server architecture, we have also succeeded in implementing the SIP protocol, by using 
the Java Media Framework in order to transmit and receive voice and video on the 
Internet. 
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INTRODUCTION 
Le développement rapide de l'internet et l'utilisation croissante des réseaux fondés sur 
le protocole Internet (IP) pour les services de communications, y compris pour les 
applications telles que la téléphonie, sont devenus des domaines importants pour 
l'industrie des télécommunications. La possibilité d'acheminer du trafic vocal et de la 
vidéo sur des réseaux IP et les avantages offerts, notamment au niveau de l'intégration 
voix-données constituent un point de convergence entre deux technologies : la 
commutation de circuits et la commutation de paquets. 
L'apparition récente de la transmission de la voix et de la vidéo sur IP représente une 
avancée technologique importante dans le domaine du multimédia et offre un service 
conçu pour permettre aux compagnies d'utiliser leurs réseaux Internet pour y faire 
passer leur trafic de la voix sans nécessiter de changement des équipements ou 
réseaux existants. En d'autre terme. l'ajout de quelques équipements tels que les 
passerelles permettent de garder les mêmes supports. utilisés auparavant pour 
acheminer les communications téléphoniques. pour véhiculer la voix, la vidéo et les 
données. Cette technologie exige des protocoles spécialisés dédiés à ce genre 
d'applications. comme le protocole de transport en temps réel RTP [12, 28] utilisé en 
parallèle avec d'autres protocoles qui concernent surtout la signalisation, la demande 
de réservation de ressources, la négociation de capacité comme le standard H323 et le 
protocole d'Initiation de sessions (SIP) [1, 9, 23]. 
Aujourd'hui. la technologie de la téléphonie sur IP a produit plusieurs services basés 
sur les différents scénarios de communication (téléphonie PC à PC, téléphonie entre un 
PC et un poste téléphonique et téléphonie entre postes téléphoniques ou fax). En 
conséquence, cette technologie est devenue un outil de communication mutimédia 
basé sur le réseau internet. intégrant des outils d'interfaces avec les réseaux 
téléphoniques traditionnels. 
Les analystes spécialistes des questions techniques annoncent depuis plusieurs 
années que toutes les formes de communications fusionneront tôt ou tard en une plate-
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forme unique et. depuis quelques années, il semble évident qu'avec la technologie IP 
adoptée, qu'elle soit bien la plate-forme unificatrice de tous les réseaux de 
communications sur internet [15]. De même, le marché de la voix et de la vidéo sur IP a 
ouvert plusieurs perspectives en ce qui a trait à la téléphonie sur IP, téléconférence, 
transferts de données etc. et a contribué à la réduction des prix des communications 
internationales grâce à la concurrence. L'importance de cette technologie et l'avenir qui 
lui est réservé nous a encouragés à s'impliquer dans ce domaine avec enthousiasme. 
Notre objectif majeur derrière ce travail est la modélisation orientée objet du protocole 
de signalisation SIP, sa mise en œuvre et l'implémentation d'un modèle de 
communication PC à PC. 
Dans ce mémoire, nous présentons une revue bibliographique sur le protocole H323 et 
le protocole d'initiation de session SIP. Ces deux protocoles sont utilisés dans des 
applications de voix et vidéo conférence. Nous passerons en revue aussi les 
protocoles de transmission et de contrôle en temps réel RTP et RTCP qui sont mis en 
jeu dans la transmission et la réception des données en temps réel et le contrôle des 
flux. Nous illustrerons les résultats des expériences réalisées. 
1. Problématique 
Les sessions multimédia sur Internet sont devenues de plus en plus populaires. Parmi 
les problèmes pour établir une session multimédia entre utilisateurs nous citons : 
comment trouver tous les utilisateurs? comment les informer et les inviter à participer à 
une communication? comment peuvent ils obtenir des informations sur les paramètres 
d'une session? comment et par quels moyens logiciels véhiculer du trafic audio et 
vidéo? quels sont les protocoles de communications mis en jeu dans telle ou telle 
application multimédia? et enfin comment mettre en œuvre et implémenter un modèle 
de communication basé sur les protocoles de signalisation SIP ou H323 et sur les 
protocoles de transport et de contrôle en temps réel RTP et RTCP via Internet?_ 
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Notre contribution dans ce travail est de répondre à toutes ces questions posées. Nous 
avons. entre autre à étudier les différents protocoles de signalisation, à faire le choix du 
protocole de signalisation qui répond à nos besoins, à étudier et à utiliser le langage 
Java et l'APl de ce langage dédiée à ce type de communication multimédia. Cette APl 
est l'outil logiciel qui nous permettra de véhiculer des données soumises à des 
contraintes de temps réeL Enfin nous avons aussi à mettre en œuvre cette application 
qui servira à d'autres travaux de l'équipe de notre laboratoire. 
Nous avons donc conçu deux architectures différentes et indépendantes. Une 
architecture concerne la communication multimédia, responsable de la transmission et 
la réception des données audio et vidéo. Une autre concerne la signalisation d'appels. 
En dernière étape nous avons rassemblé ces deux architectures pour en faire une plus 
globale avec gestion des paramètres et ports de communication. 
2. Objectif du mémoire 
L'objectif de notre mémoire est d'implanter un modèle de signalisation et de 
communication multimédia voix et vidéo en temps réel en utilisant Internet et les 
standards correspondants. dont H.323 ou SlP. En effet. il existe des logiciels tels que 
Netmeeting de Microsoft qui font de la communication multimédia. Cependant notre 
objectif s'inscrit dans l'utilisation et la manipulation des standards développés par les 
organismes de télécommunications tels que I'ITU-T et I'IETF, ce qui aidera à facirrter 
l'interopérabilité des équipements et des applications dans ce domaine. Pour cela, une 
recherche bibliographique préalable est nécessaire afin de comprendre les différents 
protocoles et permettre de choisir le protocole de signalisation qui s'adapte le mieux à 
notre application. 
Cette application est implantée avec une approche orientée objet en utilisant le langage 
de programmation Java pour des raisons de portabilité et de réutiTisation. L'outil ublisé 
est Jbuilder3 de Borland. 
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Il s'agit donc de développer une application basée sur le modèle client-serveur, 
d'analyser et traiter les messages échangés entre différentes entités. Un autre volet de 
notre application consiste utiliser les protocoles spécifiques qui nous permettent 
d'acheminer la voix et de la vidéo sur Internet. 
3. Motivation et méthodologie 
Le domaine de la communication multimédia est en plein essor (coûts des 
communications interurbaines, croissance du marché, augmentation du nombre des 
utilisateurs d'Internet dans le monde, intégration de technologies dans le réseau 
Internet ... ). Les entreprises qui œuvrent dans ce domaine sont à la recherche de 
méthodes, de standards et de prototypes qui pourront aider à implanter ces 
technologies. 
La méthodologie à suivre consiste en : 
• Étude et comparaison des standards de la communication multimédia (H.323 et 
SIP). 
• Modélisation et architecture de l'application 
• Conception orientée objet (représentation UML, diagramme des classes). 
• Implantation orientée obJet en utilisant le langage de programmation Java et l'APl 
Java Média Framework.. 
• Test et résultats de l'application. 
Les éléments à considérer dans cette implantation sont : 
• Le protocole de signalisation SIP : En effet. bien que H.323 soit omniprésent dans 
les communications en temps réel sur IP, les avantages de SIP sur le H323 sont 
certains. Notre choix s'est porté sur le protocole SIP au lieu de H.323 pour les 
raisons suivantes : 
1. La description de SIP est beaucoup plus simple que celle d'H323; il est plus 
léger et donc facile à mettre en œuvre. sans être moins complet pour autant. Par 
contre, H.323 est lourd, complexe et gourmand en ressources. De plus, 
l'implantation d'une tâche complète même pour une simple application dans H.323 
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nécessite plusieurs protocoles en même temps qui complète le service (RAS 
H225.0, H.245, H.225). 
2. SIP est un protocole indépendant de la couche transport Il peut aussi bien 
s'utiliser avec TCP que UDP. De plus, sa mise en œuvre est plus facile grâce au 
langage de programmation de haut niveau. Enfin une des caractéristiques du SIP 
est que c'est un protocole plus rapide. Dans les chapitres suivants nous allons 
détailler notre application et sa mise en œuvre. 
Au chapitre 3 nous allons donner une comparaison entre les deux protocoles. 
• Le protocoles de transport en temps réel (RTP) et le protocole de contrôle en temps 
réel (RTCP). Il s'agit d'inclure des implantations existantes dans l'interface Java 
Media Framework (JMF). 
4. Plan du mémoire 
Après une introduction sommaire de la problématique et des objectifs de ce mémoire 
dans le présent chapitre, le plan des chapitres est comme suit : 
Le chapitre 1 présente une introduction générale à la téléphonie sur Internet et aux 
conférences multimédia. Dans ce chapitre, nous donnons un petit aperçu sur la 
téléphonie sur IP et les différents modes de communications. Nous donnons également 
des définitions des importants protocoles de communication tels que les protocoles de 
la couche transport TCP. UDP et les protocoles de transport et de contrôle temps-réel 
RTPetRTCP. 
Le chapitre 2 est consacré à une brève étude sur le standard H323 et des protocoles 
qu'il enveloppe. On présentera également rarchitecture H323 et les différents 
composantes physiques et logicielles qui la constituent ainsi que la signalisation des 
appels de H323. 
Le chapitre 3 concerne le protocole de signalisation de session (SlP), où on décrira de 
manière très bréve ce protocole et la signalisation des appels. Nous allons décrire ses 
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composantes, ses caractéristiques et ses fondements et on fera aussi une comparaison 
avec le standard H.323. Dans notre application, nous avons implanté des fonctions de 
ce protocole que nous détaillerons dans les autres chapitres. 
Le chapitre 4 est consacré à l'architecture et au modèle de dialogue de notre 
application. Nous allons détailler les différentes composantes qui constituent toute 
l'architecture du système et leurs interactions. 
Dans le chapitre 5 nous présentons la mise en œuvre de l'application, les principales 
classes qui constituent notre programme et des saisies d'écrans qu'on a effectuées 
lors de l'exécution du programme. 
Nous finirons ce rapport par une conclusion générale, de commentaires et suggestions 
sur ce travail et d'une bibliographie. 
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CHAPITRE 1 
LA TÉLÉPHONIE SUR IP ET PROTOCOLES 
1.1 La téléphonie sur IP 
1.1.1 Principe 
La téléphonie sur JP est la transmission de la voix sur les réseaux Internet. Le principe 
de base de cette transmission consiste en [22, 54] : 
1. La voix à transmettre est échantillonnée et numérisée par un convertisseur 
analogique numérique. 
2. Le signal numérique obtenu est comprimé et encodé grâce à des algorithmes 
de compression spécifiques . 
3. Le signal est découpé en paquets. 
4. Les paquets sont transmis à travers le réseau Internet 
A la réception, les paquets sont ré-assemblés, le signal de données ainsi obtenu est 
décomprimé puis convertis en signal analogique sonore. 
Selon le type de terminal utilisé , on distingue trois scénarios possibles de téléphonie 
sur IP [22, 54]. 
1. Téléphonie de PC à PC 
Dans ce scénario , les deux correspondants utilisent un PC rattaché au réseau 
Internet par l'intermédiaire d'un fournisseur d'accès Internet Cette technique 
nécessite des participants à la communication d'avoir un PC muni d'un modem, 
d'une carte réseau, d'un microphone, d'un haut-parleur et d'un logiciel de 
téléphonie IP compatible de chaque côté. La voix est comprimée et décomprimée 
par un logiciel de compression. Ce mode de fonctionnement nécessitait 
auparavant que les correspondants se fixent un rendez-vous préalable sur 
Internet ou soient connectés en permanence. De nos jours, comme nous allons 
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l'expliquer dans les prochains chapitres, des protocoles de signalisations ont été 
élaborés pour pallier à ce genre de probléme. 
• 
RTC: Réseau téléphonique cammur6 
lA? FourTIISSIUI' d"'ceàa i Internet 
Figure 1 Téléphonie de PC à PC 
2. Téléphonie entre PC et poste téléphonique et vis-versa : 
Dans ce scénario, l'un des correspondants utilise un PC rattaché au réseau 
Internet par un fournisseur d'accès Internet l'autre correspondant utilise un 
téléphone rattaché au réseau téléphonique commuté. Une passerelle est 
nécessaire ente les deux réseaux pour rendre possible cette technique et faire la 
conversion entre réseaux (dans ce cas elle fait la conversion Internet-RTe et vis-
versa). Elle se charge également de l'appel du correspondant et de l'ensemble de 
la signalisation relative à la communication téléphonique du côté du 
correspondant demandé. Du côté PC, une signalisation d'appels est nécessaire 
pour établir une communication et négocier les paramétres de communication 
multimédia. 
f 
• 
RTC: Réseau téléphonique commulé 
lA?: Fournisseur cfaccès à Internet 
Figure 2 Téléphonie entre PC et poste téléphonique 
' 
• 
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3. Téléphonie entre postes téléphoniques 
Dans ce cas les deux correspondants utilisent un téléphone conventionnel via le 
réseau téléphonique commuté. Une passerelle est utilisée de chaque côté entre 
ce réseau et le réseau Internet pour convertir la voix IP en voix et vis-versa. Le 
réseau Internet est utilisé pour la connexion longue distance. 
RTC:Réseau téléphonique commuté 
IAP: Fournisseur d'accès à Internet 
Rgure 3 Téléphonie entre postes téléphoniques 
1.1.2 Nonnalisation de la téléphonie sur IP 
La plupart des téléphones sont encore, et seront encore pendant plusieurs années, 
connectés aux réseaux téléphoniques traditionnels à commutation de circuits. Les 
services de téléphonie IP doivent donc pouvoir accepter tout trafic émanant de ces 
réseaux et assurer la terminaison d'une communication. 
La normalisation technique de la téléphonie IP est en cours dans le cadre de 
nombreuses entités industrielles et d'organismes de normalisation tels que le secteur 
de la normalisation des télécommunications de l'IUT (IUT-n. le secteur des 
radiocommunications de l'IUT (IUT-R), et le groupe d'étude sur l'ingénierie Internet 
(IETF) [15]. 
Un exemple de normalisation dans le cadre de l'IUT est la série de recommandations 
H323 pour les champs suivants : audioconférence. visioconférence multimédia, 
établissement et commande d'appel, gestion de la bande passante, interfaces entre 
différentes architecture réseaux. et le protocole d'initiation de session SIP défini par 
I'IETF pour la conférence, la téléphonie, la notification d'événements et la messagerie 
instantanée. Ces protocoles seront détaillés aux chapitres suivants. 
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1.1.3 Qualité de service et capacité 
La qualité de service est un facteur déterminant dans la téléphonie et. à ce titre, occupe 
le centre du débat sur la téléphonie IP. La qualité peut se définir sur plusieurs plans: 
fiabilité, débit, sécurité. 
Néanmoins, c'est parce que la qualité de transmission de la téléphonie caractérisant 
actuellement l'Internet public est perçue comme médiocre que la téléphonie sur Internet 
est rarement considérée comme un service de qualité. En règle générale, pour 
améliorer la qualité, on peut soit mettre en application des critères de qualité de 
service, soit accroître la capacité disponible [15]. 
1.2 La téléconférence multimédia 
La téléconférence multimédia désigne l'ensemble des moyens et des services 
accessibles par des terminaux spécifiques permettant la tenue et l'animation de 
réunions entre deux ou plusieurs groupes de personnes éloignés. 
Toutes les applications de téléconférence utilisent un ou plusieurs médias: la voix, 
l'image fixe ou animée et/ou des données en temps réel [6]. 
1.2. 1 Les modes de communication 
1. Le mode point à point 
Le mode point à point correspond à une communication entre deux participants. 
C'est le mode de fonctionnement le plus simple à mettre en œuvre. 
~-A--~~~4~-----·~~~ --8--~ 
Figure 4 Le mode point à point 
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2. Le mode multipoint pleinement interconnectés 
Ce mode correspond au cas où une téléconférence met en relation plus de deux 
participants simultanément. Ces participants sont interconnectés en multicast. 
Figure 5 Le mode multipoint pleinement interconnectés 
3. Le mode multipoint via un MCU : 
Dans ce mode plusieurs participants sont connectés via une unité de contrôle 
MCU (Multipoint Control Unit). Celle-ci gère les procédures d'appels entrants et 
sortants (entre le MCU et les terminaux). 
A B 
Figure 6 Le mode multipoint via un MCU 
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1.3 Protocoles 
Le transfert de données sur Internet s'effectue par paquets de données. Cette structure 
repose sur l'utilisation de protocoles TCP/JP (Transport Control ProtocoV Internet 
Protocol). 
Chaque document, qu'il s'agisse de texte. image ou voix, est numérisé puis réparti en 
paquets. Chacun de ces paquets est alors envoyé sur Internet indépendamment des 
autres et essaie de prendre le chemin le plus rapide pour parvenir à sa destination. 
Ceci est réalisé en fonction de l'encombrement d'une partie ou de l'autre du réseau au 
moment où le paquet est expédié. La segmentation de l'information permet une plus 
grande flexibilité dans l'utilisation des ressources puisque la communication ne 
monopolise pas une ligne donnée. Dans le reste de cette section. nous ferons un bref 
descriptif des protocoles de transport utilisés: 
1.3.1 Protocole IP 
Le protocole IP est au centre du fonctionnement de l'Internet. Il fait partie de la couche 
Internet de la suite de protocoles TCP/JP. Il assure sans connexion un service non 
fiable de délivrance de paquets IP. Le service est non fiable car il n'existe aucune 
garantie pour que les paquets 1 P arrivent à destination. Certains paquets peuvent être 
perdus. dupliqués ou remis en désordre. On parte de remise au mieux. Le protocole IP 
permet aux paquets de se déplacer sur le réseau Internet, indépendamment les uns 
des autres, sans liaison dédiée. Chacun d'entre eux. envoyé sur le réseau. se voit 
attribuer une adresse IP. Cette dernière est un en-tête accolé à chaque paquet et 
contenant certaines informations, notamment, l'adresse destinataire, sa duréë û.:: vie, ie 
type de service désiré, etc. Le protocole IP actuellement utilisé en est à la version 4 et 
la nouvelle version lpv6 est déjà prête à prendre le relais . 
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1.3.2 Protocole TCP 
Le protocole TCP est un protocole de contrôle de transmission, il fait partie de la 
couche transport du modèle OSI. Il est orienté connexion, c'est à dire, il assure un 
circuit virtuel entre les applications utilisateurs. Le protocole TCP établit un mécanisme 
d'acquittement et de re-émission de paquets manquants. Ainsi, lorsqu'un paquet se 
perd et ne parvient pas au destinataire, TCP permet de prévenir l'expéditeur et lui 
réclame de renvoyer les informations non parvenues. Il assure d'autre part un contrôle 
de flux en gérant une fenêtre de congestion qui module le débit d'émission des 
paquets. Il permet donc de garantir une certaine fiabilité des transmissions. TCP assure 
un service fiable et est orienté connexion [33,34], cependant il ne convient pas à des 
applications temps réel à cause des longs délais engendrés par le mécanisme 
d'acquittement et de retransmission [1]. 
1.3.3 Protocole UDP 
Le protocole de datagramme utilisateur (UOP) est le protocole de transport sans 
confirmation. UDP est un protocole simple qui permet aux applications d'échanger des 
datagrammes sans accusé de réception ni remise garantie [33,34]. Le traitement des 
erreurs et la retransmission doivent être effectués par d'autres protocoles. UDP n'utilise 
ni fenêtrage, ni accusés de réception, il ne reséquence pas les messages, et ne met en 
place aucun contrôle de flux. Par conséquent. la fiabilité doit être assurée par les 
protocoles de couche application. Les messages UDP peuvent être perdus, dupliqués, 
remis hors séquence ou arriver trop tôt pour être traiter lors de leurs réception. UDP est 
un protocole particulièrement simple conçu pour des applications qui n'ont pas à 
assembler des séquences de segments. Son avantage est un temps d'exécution court 
qui permet de tenir compte des contraintes de temps réel ou de limitation d'espace 
mémoire sur un processeur, contraintes qui ne permettent pas l'implémentation de 
protocoles beaucoup plus lourds comme TCP. 
Dans des applications temps-réel, UDP est le plus approprié, cependant il présente des 
faiblesses dues au manque de fiabilité. Des protocoles de transport et de contrôle 
temps-réel sont utilisés au dessus du protocole UDP pour remédier à ses faiblesses et 
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assurer sa fiabilité [1]. Ces protocoles sont RTP et RTCP et sont détaillés dans le 
paragraphe suivant 
1.4 Les protocoles de transport temps réel 
1.4.1 Le protocole RTP 
Le groupe de I'IETF a développé en 19931e protocole de transport en temps réel (RTP, 
RFC 1889) dont le but est de transmettre sur Internet des données qui ont des 
propriétés temps réel (audio, vidéo ... ) [1,55]. C'est un protocole de la couche 
application du modèle OSI et utilise les protocoles de transport TCP ou UDP, mais, 
généralement, il utilise UDP qui est mieux approprié à ce genre de transmission. 
La figure 7 représente l'architedure du protocole RTP. 
Environnement et Application Multimédia Temps-Réel 
Protocole de Contrôle Temps-Réel (RTCP) 
Figure 7 Architedure RTP 
Le rôle principal de RTP consiste à mettre en œuvre des numéros de séquences de 
paquets IP et des mécanismes d'horodatages (timestamp) pour permettre de 
reconstituer les informations de voix ou vidéo. Plus généralement. RTP permet 
• D'identifier le type de l'information transportée; 
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• D'ajouter des indicateurs de temps (horodater) et des numéros de séquence à 
l'information transportée; 
• De contrôler l'arrivée à destination des paquets. 
L'en-tête RTP (Tableau 1) indique le type, la source. et les caractéristiques de contrôle 
du temps des données encodées. Ce standard incfut en effet un horodateur 
(Timestamp) des paquets permettant au destinataire d'utiliser la numérotation des 
séquences pour reconstituer l'ordre original des paquets et de détecter les paquets 
perdus. 
Tableau 1 
En-tête du paquet RTP 
v 1 p 1 x 1 cc 1 M 1 PT 1 Numéro de Séquence 
Horodatage (Timestamp) 
Identificateur de source de synchronisation {SSRC) 
Identification des sources contributrices {CSRC) 
En-tête supplémentaires 
Données 
• Le champ V (2 bits): Version RTP. actuellement V=2. 
• Le champ P {1 bit): Si P=1 le paquet contient des octets additionnels de bourrage 
{padding) pour finir le dernier paquet. 
• Le champ Extension X {1 bit) : Si X=1. l'en-tête est suivie d'un paquet 
d'extension. 
• Le champ CSRC count CC {4 bits): Il contient le nombre de CSRC qui suivent 
l'en-tête. 
• Le champ M {1 bit): Son interprétation est définie par un profil d'application 
{Profile). 
• Le champ Données type PT [T bits): Ce champ identifie le type de données 
{audio, vidéo, image, texte ... ). 
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• Le champ numéro de séquence (16 bits): Sa valeur initiale est aléatoire et il 
s'incrémente de 1 à chaque paquet envoyé, il peut servir à détecter des paquets 
perdus. 
• Le champ horodatage (32 bits) :Ce champ reflète l'instant où le premier octet du 
paquet RTP a été échantillonné. 
• Le champ SSRC (32 bits) :Ce champ identifie de manière unique la source de 
synchronisation. Sa valeur est choisie de manière aléatoire par l'application. 
• Le champ CSRC (32 bits): Ce champ identifie les sources participantes. 
RTP supporte différents types de codage et de compression des données. Beaucoup 
de formats standardisés sont acceptés (GSM, G.723.1, G.729 pour l'audio et MPEG, 
H261 pour la vidéo). 
1.4.2 Le protocole RTCP 
RTCP (Real Time Control Protocol, RFC 1889) est un protocole de contrôle utilisé 
conjointement avec RTP pour contrôler les flux de données et la gestion de la bande 
passante. [1 ,55]. 
RTCP permet de contrôler le flux RTP, et de véhiculer périodiquement des informations 
de bout en bout pour renseigner sur la qualité de service de la session de chaque 
participant à la session. Des quantités telles que le délai, la gigue, les paquets reçus et 
perdus sont trés important pour évaluer la qualité de service de toute transmission et 
réception temps réelles. 
C'est le protocole sous-jacent (UDP par exemple) qui permet grâce à des numéros de 
ports différents et consécutifs (port pair pour RTP et port impair immédiatement 
supérieure pour RTCP) le multiplexage des paquets de données RTP et des paquets 
de contrôle RTCP. Le protocole RTCP remplit trois fonctions : 
• L'information sur la qualité de service : RTCP fournit, en rétroaction des 
informations sur la qualité de réception des données transmises dans les paquets 
RTP. Cette information est utilisé par la source émettrice pour adapter le type de 
codage au niveau des ressources disponibles . 
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• l'identification permanente : RTCP transporte un identificateur original de la 
source RTP c'est à dire la provenance du flux, appelé CNAME (Canonicat name). 
Cet identificateur permet une identification permanente de chacun des flux 
multimédia entrants. 
• le calibrage de la fréquence d'émission: La réception des feed-back et la 
connaissance du nom permanent servent à ajuster la fréquence d'envoi des 
paquets à la bande passante mise à la disponibilité de l'utilisateur situé à l'autre 
extrémité. 
Chaque paquet RTCP contient un rapport émetteur ou récepteur suivi d'une description 
de la source (source description). 
Il existe cinq types de paquets de contrôle (Tableau Il). Chaque paquet commence par 
un en-tête fixe suivi d'éléments structurés qui peuvent être de longueur variable selon 
le type de paquet 
Tableau Il 
Messages RTCP 
RR Rapport Ëmetteur 
SR Rapport Récepteur 
SDES Description de Source 
BYE Fin de session 
APP Nouveau champ 
• RR : contient le rapport de la qualité de la livraison des données des participants 
passifs (récepteur) incluant le nombre de paquets reçus, le nombre de paquets 
perdus, la gique et l'horodatage qui permet le calcul du délai total de transmission 
entre les deux parties. 
• SR :contient le rapport de la quarlté de riVraison des données des participants 
actifs (émetteurs). Il contient les champs du RR, et des informations sur 
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l'émetteur, la synchronisation (pour synchroniser deux sources de données), un 
compteur cumulatif de paquets et le nombre d'odets envoyés. 
• SDES : contient l'information concernant les émetteurs comme le nom canonique 
(CNAME), et le nom d'usager (NAME), le numéro de téléphone (PHONE) et 
d'autres informations concernant les participants. 
• BYE: indique la fin de la participation d'une des parties. 
• APP : Dans le cas des applications spécifiques, les données peuvent être 
transmises dans des paquets spécifiques de type APP. 
Le tableau Ill détaille l'en-tête ce message commun à tous les paquets RTCP: 
Tableau Ill 
En-tête des paquets RTCP 
v p RC PC Longueur 
Rapport (s) 
Avec 
• Le champ V (2 bits): Indique la version de RTP, actuellement V=2. 
• Le champ P (1 bit) : Si P=1 le paquet contient des odets additionnels de bourrage 
(padding) pour finir le dernier paquet 
• Le champ RC (5 bits): Il contient le nombre de rapports contenus dans le paquet 
(un paquet pour chaque source) 
• Le champ PT (8 bits): Il donne le type de rapport du paquet (PT=SR=200, 
PT=RR=201, PT=SDES=202. PT=BYE=203, PT=APP=204). 
• Le champ Longueur(16 bits): Il indique la longueur du paquet 
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1.5 Conclusion 
La voix et la vidéo sur IP procurent des avantages certains aux entreprises et aux 
utilisateurs. Un seul réseau est utilisé pour la voix, la vidéo et les données, ce qui a 
pour conséquence de réduire les frais d'exploitations. D'autre part, les utilisateurs 
peuvent éviter les frais dus aux appels interurbains et payer uniquement les frais de 
connexions locales. D'autres applications de la voix et la vidéo sur IP permettent la 
tenue de réunions et de conférences multimédia. 
Dans ce chapitre, nous avons présenté le principe de la téléphonie sur IP et des modes 
de communications des téléconférences multimédia. Nous avons également étudié les 
protocoles qui permettent ce genre d'applications. Parmi ces protocoles, nous avons 
présenté les protocoles de transports et de contrôles en temps réel RTP et RTCP qui 
utilisent le protocole UDP pour le transport de la voix et de la vidéo. 
Dans le chapitre prochain, nous allons étudier le standard H.323 qui permet entre autre 
la signalisation des appels. 
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CHAPITRE2 
LE STANDARD H.323 
2.1 Introduction 
Le standard H323, développé par I'ITU-T. est défini comme étant le standard spécifiant 
les éléments, les protocoles et les procédures pour réaliser des communications audio, 
vidéo et autres données en temps réel sur les réseaux de paquets. 
Il décrit également les terminaux. équipements, et services nécessaires à 
l'établissement d'une communication multimédia sur un réseau local ne garantissant 
pas une qualité de service optimale. 
Il spécifie aussi les protocoles, les méthodes et les éléments du réseaux qui sont 
nécessaire à l'établissement de connections multimédia point à point. multipoint et de 
conférences multimédia entre trois parties et plus. 
2.2 Historique du standard H323 
La première version a été approuvée en odobre 1996. Elle définit les standards pour 
les transmissions multimédias au dessus des réseaux IP. Cependant, cette version 
présentait des faiblesses telles que l'absence de la qualité de service. La deuxième 
version de H323, approuvée en janvier 1998, permet une interopérabilité entre 
différents réseaux. De plus. Il s'adapte facilement avec d'autres technologies de 
réseaux de paquets. 
La troisième version de H323, approuvée le 30 septembre 1999, introduit quelques 
nouvelles fonctionnalités (identification de l'appelant. communication entre gardes-
barrières ... ). La quatrième version, a été approuvée en novembre 2000 [39]. 
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2.3 Les éléments du H323 
Les éléments de base du standard H323 sont les terminaux. les gardes-barrières. les 
passerelles et les unités de contrôle multipoint MCUs. Les MCUs sont cités 
séparément, mais en pratique il font souvent partie des gardes-barrières ou des 
ordinateurs rapides qui servent plusieurs utilisateurs [1,9]. 
2.3.1 Terminaux 
Un terminal est un périphérique qui supporte les communications multimédia 
bidirectionnelles en temps réel . Tous les terminaux H323 doivent supporter H.245, 
RAS (Registration Admission Status) et RTP (Real Time Transport Protocol}. 
Un terminal H323 fournit les services suivants : 
• Services H245 : l'échange de capacités et la gestion des canaux logiques. 
• Services H225 : gestion de la signalisation des appels. 
• Services RAS :l'enregistrement auprès du garde-barrière. 
• Services RTP 1 RTCP : Séquencement des paquets audio et vidéo. 
2.3.2 Gardes-barrières 
Le garde-barrière est un élément vital dans un système H323. Il joue le rôle de 
contrôleur pour tous les appels à l'intérieur de la zone H323 (une zone H323 est une 
agrégation de garde-barriére et de tous les autres éléments terminaux et MCU qui sont 
enregistré auprès de lui ). Il fournit les services aux éléments qui sont enregistrés 
auprès de lui tel que la conversion des adresses. le contrôle d'admission. la gestion de 
la bande passante et la capacité de routage. 
2.3.3 Passerelles 
Une passerelle H323 est un élément du réseau qui assure la conversion voulue entre 
les formats de transmission (par exemple, du format H.225.0 au format H.221 ou vice 
versa) ainsi qu'entre les protocoles de communication (par exemple du protocole 
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H.245 au protocole H.242 ou vice versa). La passerelle assure aussi l'établissement et 
la libération des communications tant du côté réseau à commutations de paquets que 
du côté réseau à commutation de circuits. 
2.3.4 Les unités de contrôle multipoint (MCUs) 
Le MCU est un élément du réseau qui fournit les capacités à plusieurs terminaux et 
passerelles pour participer à une conférence multipoint En d'autres termes, un MCU 
gère les ressources de la conférence et les échanges de capacités. Le MCU se 
compose de deux parties : un contrôleur multipoint obligatoire qui assure la gestion 
d'au moins trois terminaux participants à une conférence multipoint Le contrôleur 
multipoint permet de négocier avec tous les terminaux les moyens à mettre en œuvre 
pour parvenir à établir des communications multimédia. Il peut également exercer un 
contrôle au niveau des ressources de la conférence pour déterminer par exemple 
l'entité qui transmet en muticast. La deuxième partie est le processeur multipoint 
facultatif qui assure le traitement centralisé des flux de données dans une conférence 
multipoint. 
2.4 Protocoles et procédures 
La recommandation H323 enveloppe d'autres recommandations pour permettre les 
communications en temps réel. 
Le tableau IV résume quelques unes d'entre elles : 
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Tableau IV 
Recommandations du H323 
Recommandation Aperçu 
Codees Audio 
G.711 Encode le signal selon les lois A ou JJ en 64 Kbit/s 
G.723.1 Encode et compresse le signal vocal en 5.3 et 6.4 Kbit/s 
G.729 Encode et compresse le signal vocal en 8 et 13 Kbitsls 
Codees Vidéo 
H.261 Encode et compresse la vidéo en 64 kb/s 
H.263 Encode et compresse à faible taux de compression 
Communication de données 
T.120 Protocole de données pour les conférences multimédia 
Contrôle 
H.245 Protocole de contrôle pour les communications de 
données 
H.225.0 1 Protocole de signalisation des appels 
Transport temps réel 
1 Protocoles de transport et de contrôle en temps réel RTP /RTCP 
Sécurité 
H.235 Sécurité, cryptage pour les terminaux des séries H32x 
Services supplémentaires 
H.450.1 1 Protocole pour les services supplémentaires 
H.450.2 et 450.3 [ Transfert d'appels et autres services supplémentaires 
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2.5 La pile H323 
La figure 8 montre la pile des protocoles spécifiés par le standard H323 
Apps 
Audio 
Codees 
Audio 
G.7ll.G729 
G723.1 
RTP 
Apps 
Video 
Codees 
Video 
I-Î.261 
H.263 
Gestionnaire d'appels 
H.225.0 
H.125.0 Q.931 H.245 
RTCP 
RAS Signalisanon Comr6le 
D'appels De 
Signalisation 
TCP 
[p 
Figure 8 Le pile protocole du terminal H323 
Cette pile est indépendante des réseaux et des protocoles de transport utilisés. 
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Tl20 
Donnees 
Si le protocole IP est utilisé (ce qui est le plus souvent le cas) alors les paquets audio, 
vidéo et H.225.0 RAS utilisent UDP comme protocole de transport alors que les 
paquets de contrôle (H.245 et H.225.0 cali signaling) utilisent TCP. 
La pile H323 est constituée des éléments décrits ci-dessous : 
2.5.1 Les codees Audio 
H323 spécifie une série de codees audio classés par débits allant de 5.3 à 64 kbls. 
G.711 est le codee le plus populaire conçu pour les réseaux de téléphonie. Aujourd'hui, 
les terminaux H323 supportent le codee G. 723.1 qui est plus efficace et produit une 
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meilleure qualité audio à 5.3 kb/s et 6.3 kb/s. Les codees G.729 utilisent la 
quantification à prédiction linéaire pour produire une qualité supérieure à des taux de 
16 kb/s et 8 kb/s. 
2.5.2 Les codees Vidéo 
La communication vidéo nécessite une bande passante importante. d'où l'intérêt d'avoir 
des techniques de compression et de décompression performante. 
H323 spécifie deux codees vidéos : H.261 et H.263. 
- Les codees H.261 produisent la transmission vidéo pour des canaux avec une bande 
passante de p x 64 kb/s (p est une constante qui varie de 1 à 30) 
- Les codees H.263 sont conçus pour des transmissions à faible débit sans perte de 
qualité. 
2.5.3 Conférence de données 
Les capacités des conférence de données en temps réel sont requises pour des 
activités telles que le partage d'applications, le transfert de fichiers. la transmission de 
fax. la messagerie instantanée. 
La recommandation T.120 fournit ces capacités optionnelles au H323. 
2.5.4 Mécanismes de contrôle et de signalisation 
Le flux d'informations dans les réseaux H323 est un mixage de paquets audio, vidéo, 
données et de contrôle. L'information de contrôle est essentielle pour l'établissement et 
la rupture des appels, l'échanges et la négociation des capacités. H323 utilise trois 
protocoles de contrôles: Contrôle multimédia H.245, signalisation d'appel H.225/ et 
H.225.0 RAS. 
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2.5.5 La signalisation 
La signalisation est indispensable pour établir une communication téléphonique . Elle 
permet dans un premier temps d'envoyer des messages avant la communication, 
d'avertir l'utilisateur et de connaître la progression de l'appel et enfin de mettre un 
terme à la communication. 
Il existe actuellement deux protocoles de signalisation pour les réseaux IP, la 
signalisation H.225 qui fait partie du standard H323 et le récent protocole SIP. 
2.5.5.1 Signalisation des appels H.225 
La signalisation des appels est importante pour établir et rompre une connexion entre 
deux entités. 0.931 a été développé initialement pour la signalisation dans les Réseaux 
Numériques à Intégration de Service (ISDN). H.225.0 a adopté la signalisation 0.931 
en l'incluant dans le format de ses messages 
Deux entités désirant établir une connexion doivent ouvrir un canal de signalisation .. La 
signalisation d'appels H.225.0 est envoyé directement entre les entités périphériques 
quand aucun garde-barrière n'est utilisé. Si un garde-barrière est utilisé alors la 
signalisation d'appels H.225.0 doit être router à travers ce garde-barrière. 
2.5.5.2 H.225.0 RAS 
Les messages H.225.0 RAS (registration, admission, status) définissent une 
communication entre les terminaux et un garde-barrière. H.225.0 RAS s'occupe de la 
communication entre le garde-barrière et les différents terminaux. Elle gère les 
opérations suivantes: l'inscription, le contrôie à·aàmission, la gestion de la bande 
passante. Un canal de signalisation est utilisé afin de transporter les différents 
messages RAS. 
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2.5.5.3 Le protocole de contrôle de signalisation H.245 
La flexibilité de H.323 nécessite que les différends terminaux négocient les capacités 
avant que les liens de la communication audio, vidéo et/ou données ne soit établit 
H.245 utilise les messages de contrôle et de commandes qui sont échangés durant 
l'appel. Ces messages sont classés en quatre catégories: 
Messages d'échanges de capacités 
1. Messages pour la gestion des canaux logiques 
2. Messages pour la gestion des flux de contrôle 
3. Commandes générales et indications 
2.6 Conclusion 
Le standard H.323 est omniprésent dans les communications multimédia en temps réel 
et il est utilisé par plusieurs compagnies telles que Intel. Microsoft. Cisco, IBM. etc. Son 
indépendance des plates formes permet le concevoir des applications multimédia sans 
changer l'infrastructure des réseaux. 
Dans le chapitre suivant nous allons étudié un autre protocole de signalisation 
concurrent du H.323 appelé protocole d'initiation de session. Nous présenterons aussi 
une comparaison entre ces deux protocoles. 
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CHAPITRE 3 
LE PROTOCOLE D'INITIATION DE SESSION 
3.1 Introduction 
Développé par I'IETF et présenté dans le RFC 2543, le protocole d'initiation de session 
(SIP) est un protocole de signalisation appartenant à la couche application du modèle 
OSI. Son rôle est d'ouvrir, modifier et libérer les sessions entre un ou plusieurs 
utilisateurs. L'ouverture de ces sessions permet de réaliser de l'audio ou 
vidéoconférence, de l'enseignement à distance, de la voix (téléphonie) et de la diffusion 
multimédia sur IP. Notons qu'avec SIP, les utilisateurs qui ouvrent une session peuvent 
communiquer en mode multicast, en mode point à point ou dans un mode combinant 
ceux-ci. 
Pour ouvrir une session, l'utilisateur émet une invitation transportant un descripteur de 
session permettant aux utilisateurs souhaitant communiquer de s'accorder sur la 
compatibilité de leur média. Ainsi SIP peut relier des stations mobiles en transmettant 
ou redirigeant les requêtes vers la position courante de la station appelée. 
Notons que SIP possède l'avantage de ne pas être attaché à un médium particulier et 
est sensé être indépendant du protocole de transport. De plus il peut être étendu et 
s'adapter aux évolutions Mures [1 ,23]. 
3.2 Architecture de SIP 
L'architecture de SIP est présenté à la figure 9 
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APPUCATIONS MUL TJMEDIA 
ALT[)(Q VIDEO DONNEES 
~ SlP ~ RSVP H RTP H RTCP H SAP H SDP 
UDP Il TCP 
IP (ATMJ(25,frame relay) 
Figure 9 L'architecture de SIP 
A chacune des couches de l'architecture SIP sont associés des protocoles tels que : 
• RSVP (Resource Reservation Protocol): protocole utilisé pour réserver les 
ressources réseaux sur IP. 
• RTP (Real Time Transport protocol) : protocole de transport des données en 
temps réel 
• RTCP (Real Time Control Protocol) : protocole qui assure le contrôle de flux des 
données multimédia 
• SAP (Session Annoucement Protocol) : protocole pour annoncer si les sessions 
multimédia ouvertes sont en multicast 
• SDP (Session Description Protocol) : protocole de description des sessions 
multimédia 
Reproduced with permission of the copyright owner.  Further reproduction prohibited without permission.
30 
3.3 Modèle client-serveur 
Pour établir une communication, l'appelant. que l'on désignera par client, adressera sa 
requête à un serveur SIP, qui lui donnera les moyens de communiquer. Il existe cinq 
types de serveurs : 
• I'UAS (User Agent Server) : c'est l'application du terminal d'abonné qui reçoit les 
requêtes. L'UAC (User Agent Client) est l'application cliente qui émet les 
requêtes; 
• le relais mandataire ou PS <Proxy Server) : auquel est relié un terminal fixe ou 
mobile agit à la fois comme client et serveur. Un tel serveur peut interpréter et 
modifier les messages qu'il reçoit avant de les transmettre; 
• le RS CRedirect Server): réalise simplement une association d'adresses vers une 
ou plusieurs adresse (lorsqu'un client appelle un terminal mobile - redirection vers 
le PS le plus proche - ou en multicast, le message émis est redirigé vers toutes 
les sorties auxquelles sont reliés les destinataires); 
• le LS (Location Server) fournit la position courante des utilisateurs dont la 
communication traverse les RS et PS auxquels ils sont rattachés : Cette fonction 
est assurée par le service de localisation; 
• le RG <Reaistrar) est un serveur qui accepte les requêtes REGlSTER et offre 
également un service de localisation comme le LS. Chaque PS ou LS est 
généralement relié à un Registrar. 
Pour établir la communication entre I'UAC (Agent utilisateur client) du terminal appelant 
et I'UAS (Agent utilisateur serveur) du terminal appelé, ceux-ci doivent être identifiés. 
Ainsi, chaque utilisateur et sa machine est identifié par une adresse appelée URL SIP 
qui se présente comme une URL Mailto ou Telnet : 
utilisateur@ machine 
La partie utilisateur est composé d'un nom ou un numéro de téléphone alors que la 
partie machine est un nom de domaine ou une adresse lP. 
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Si le client souhaite communiquer avec son destinataire, il envoie une requête URl 
directement vers le port d'entrée de I'UAS du destinataire de la requête. Le protocole 
utilisé (TCP ou UDP). l'adresse IP et le port d'entrée du serveur du destinataire doivent 
être précisés, lors de l'émission d'une requête URl. 
Une fois le client connecté à un serveur SIP distant. il peut lui adresser une ou 
plusieurs requêtes SIP et recevoir une ou plusieurs réponses de ce serveur. Les 
réponses contiennent certains champs identiquement remplis à ceux des requêtes : ce 
sont les champs Cali-ID dont le rôle est de définir de façon unique une invitation 
particuliére. le champ Cseq qui est utilisé pour identifier un message faisant partie 
d'une négociation d'invitation. le champ Via qui indique le chemin pris par la requête 
pour arriver jusqu'à destination et les url To et From qui contiennent les adresses 
sources et destination des clients. 
Les échanges client-serveur se font à l'aide de requêtes (INVITE, ACK. BYE, 
REGISTER, OPTION, CANCEL). Celles-ci sont définies dans les paragraphes 
ultérieurs. 
3.4 URLSIP 
Il existe cinq types de format de nommage universel SIP (URL SIP) qui sont: (FROM, 
COURANTE, TO, CONTACT et EXTERNAL). 
• URL TO: contient l'adresse du destinataire de la requête SIP. 
• URL FROM: contient l'adresse source du client qui émet la requête SIP. 
• URL COURANTE ou requête URl: précise la destination de la requête 
REGISTER c'est à dire son domaine d'enregistrement. La requête REGISTER 
est transmise de serveur en serveur jusqu'à ce qu'elle ait atteint le serveur dont 
le domaine correspond à celui listé dans la requête URL 
• URL CONTACT : les requêtes autres que REGISTER à destination de l'URL 
TO sont redirigés aux adresses données dans l'URL CONTACT. 
• URL EXTERNAL : réservé à des applications futures. 
La structure de l'URL est la suivante : 
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avec 
sip :infonnations_utilisateur@domaine paramètres en-têtes 
informations_utilisateur =(nom de l'utilisateur :mot de passe) ou (numéro de 
téléphone si user = phone) 
domaine = nom de domaine ou adresse IP : port 
paramètres = ;transport = udp ou tep; user= phone ou IP 
32 
; method = INVITE, ACK, OPTIONS, BYE, CANCEL. REGISTER 
; ttl = 0 à 255 
; maddr = adresse IP de multicast 
; tag = compteur en héxadécimal 
en-tête = ?hname= hvalue & hname = hvalue .... 
Seules les URL CONTACT et EXTERNAL contiennent les paramètres transport. 
method, ttl, maddr et des en-têtes. 
Nous illustrons par un exemple une requête SIP par l'exemple d'une personne nommèe 
Jacques dont l'urt est Jacques@uqam.ca qui invite une personne Bill ayant pour urt 
Bill@ele.ets.ca. La requête INVITE sera la suivante: 
INVITE sip :ele.ets.ca 
Via: SIP/2.0/UDP ets.ca 
From: sip:Jacques@uqam.ca 
To: sip:Bill@ele.ets.ca 
CaiiiD: 1468@ets.ca 
Cseq: 1 INVITE 
3.5 Les méthodes 
Les échanges client-serveur se font à l'aide de requêtes INVITE, ACK, BYE, 
REGISTER, OPTIONS et CANCEL 
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Étudions en détail ces six méthodes qui permettent les échanges entre client et 
serveur: 
• INVITE: indique que l'application ou utilisateur est invité à participer à une 
session. 
• ACK :confirme que le client a reçu une réponse positive à une requête INVITE. 
• OPTIONS : un PS en mesure de contacter I'UAS appelé, doit répondre à une 
requête OPTIONS précisant ses capacités à contacter I'UAS. 
• BYE: est utilisée par I'UAS de l'appelé pour signaler auPS local qu'il ne souhaite 
plus participer à la session. 
• CANCEL : la requête CANCEL est envoyée par un UAC ou un PS pour annuler 
une requête non validé par une réponse finale d'état 
• REGISTER: cette méthode est utilisée par le client pour enregistrer l'adresse 
dans l'URL TC par le serveur auquel il est relié. L'adresse d'enregistrement est 
du type Utilsateur@Domaine 
3.6 Les codes d'état 
Une réponse à une requête est caractérisée par un code appelé code d'état Le tableau 
V suivant récapitule ces codes : 
Tableau V 
Récapitulatif des codes 
Code Signification 
1xx Information 
2xx Succès 
3xx Réacheminement 
4xx Erreur requêtes 
Sxx Erreur serveur 
Sxx Erreur globale 
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3.7 Description des messages SIP 
Un message SIP peut être une requête d'un client vers un serveur ou bien une réponse 
d'un serveur vers un client Ces deux types de messages SIP utilisent le format 
suivant: 
avec: 
Début de ligne 
En-tête 
Tableau VI 
Message SIP 
Début de ligne 
En tête 
CRLF 
Corps du message (optionnel} 
=ligne de requête ou ligne d'état 
= en-tête générale ou en-tête de requête ou en-tête de 
réponse ou en-tête d'entité. 
Le champs en-tête générale s'applique à la fois aux messages de requêtes et 
de réponses. Le champs en-tête d'entité définit le type d'informations contenues 
dans le corps du message. Le champs en-tête de requête autorise le client à 
ajouter des informations concernant sa requête et le champs en-tête de réponse 
autorise le serveur à ajouter des informations concernant sa réponse. 
La description des 36 noms d'en-têtes est donnée en détail dans le document 
normalisé RFC 2543 [23]. 
CRLF = indique la fin de ligne et le début du corps du message (optionnel} 
Corps du message = selon la méthode il indique des informations sur la 
progression de la requête, description de la session, 
description de destinations ou services intermédiaires, 
causes d'erreurs. 
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3.8 Diagramme des séquences 
Dans la section précédente on a présenté le format des messages SIP échangés entre 
différentes entités SIP lors de la signalisation des appels. Dans cette section, on 
procède à la modélisation orienté objet de ce procédé. On présente le comportement 
dynamique du protocole SIP durant l'établissement et la fermeture d'appeL 
Établissement d'apoel : 
Dans ce cas deux clients établissent l'appel par l'intermédiaire d'un serveur proxy en 
mode point à point Le diagramme de séquences suivant illustre ce cas de figure : 
UAC/UASA PROXYA UACJUAS B 
tryin~~t ( 1 00) 
ringing ( 180) --------~~~~!~~~~~------------ ~------------------------------
200 OK (From.. To. Via. Cali-ID. Cscq, .. l 
200 OK (From.. To. Via. Cali-ID. Cseq~.l 
~------------------------------
------------------------------
ACK (From. To. Via. Cali-ID. Cseq, .. ) 
------------------------------ ACK <From. To. Via. Cali-ID. Cseq. .. l 
-------------------------------
Échange de paquets RTP 1 RTCP 
(voix. vidéo. données) 
Figure 10 Établissement d'appel 
Reproduced with permission of the copyright owner.  Further reproduction prohibited without permission.
36 
Terminaison d'appel: 
La figure 11 présente la fermeture de l'appeL L'entité, qui désire mettre fin à cet appel, 
envoie un message BYE et l'autre répond par un OK. 
UACIUASA 
UserA@domain1 
Échange de paquets RTP 1 RTCP 
(voix. vidéo, données) 
ProxyA 
proxy@domain2 
UAC/UASB 
User8@domain3 
BYE (from. To. Via. Cali-ID. Cscq, ... 1 
BYE tFrom. To. Via. Cali-ID. Cseq, ... 1 
BYE (From. To. Via. Cali-ID. Cseq, . > BYE (From. To. Via. Cali-ID. Cseq, ... ) 
2000K 
!OOOK ~-------------------------------
2000K 
2000K 
Figure 11 Terminaison d'appel 
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3.9 Discussion 
Nous avons choisi d'utiliser le protocole SlP pour ses caractéristiques suivantes : 
• Fiabilité: SIP peut fonctionner aussi bien avec TCP qu'avec UDP. Vu que UDP 
est un protocole non fiable, SlP doit fournir sa propre fiabilité faite de 
retransmission. Le protocole TCP par contre est fiable; une fois que la connexion 
est établie les données arriveront à destination. 
• Services : SIP permet des services similaires aux services de la téléphonie 
classique. Il fournit les éléments de construction de ces services à l'aide des en-
têtes et des méthodes. Parmi ses services : 
- Le transfert d'appel : permet à un utilisateur de transférer un appel établi à une 
tierce partie. SIP le réalise par l'intermédiaire de l'en-tête Contact. 
- Le transfert de communication: permet à l'utilisateur appelé de faire suivre un 
appel à une autre adresse en utilisant les en-têtes Contact, Gall-ID ... 
- Invitation d'un groupe: Contrairement aux autres protocoles de signalisations, 
SIP permet des appels qui atteignent une personne ou bien un groupe de 
personnes. Ceci est rendu possible grâce à l'utilisation d'UDP qui permet le 
multicast. 
- Mobilité de personnes : La mobilité d'une personne correspond à la capacité de 
créer et de recevoir un appel à n'importe quel terminal et dans n'importe quel 
site. SIP permet de joindre la personne appelée, même en cas de changement 
de terminal. Ceci est possible grâce au serveur de redirection dont le rôle est 
de rediriger les appels vers une autre destination que la personne appelée a 
choisi. 
• Flexibilité Topologique: SIP permet des conférences en mode multicast, 
multipoint pleinement interconnectés ou bien en mode multipoints via un MCU. 
De même, ISIP et H323 sont conçus pour répondre aux besoins de contrôle de session 
et de fonctions de signalisation dans une architecture de contrôle d'appel aiStribuée. 
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Dans ce qui suit nous allons comparer ces deux protocoles par rapport à certains 
critères [30]: 
1. Simplicité 
H.323 utilise une représentation pour ses messages, basée sur le standard ASN.1 ce 
qui complique les procédures d'analyse des messages. En revanche, SIP code ses 
messages sous forme textuel (comme HTTP). Ce format textuel tend à faciliter la mise 
au point et l'analyse. 
2. Délai d'initiation d'appel 
Dépendamment si le garde barrière est utilisé ou non, établir un appel H.323 nécessite 
l'échange de plusieurs paquets et un intervalle de temps de 6 à 7 RTT (Round-trip 
times). En revanche, pour établir un appel SIP via UDP cela prend 1.5 RTT et un 
échange de 4 paquets seulement (INVITE, 200 OK.ACK, BYE). 
3. Neutralité du protocole de transport 
SIP peut utiliser aussi bien TCP que UDP, incluant ATM,AAL5,1PX.X.25 sans 
changement au protocole. H.323 nécessite un protocole de transport fiable. 
4. Du fait de l'utilisation de UDP, SIP peut facilement envoyer les requêtes via le 
multicast. H.323 a une spécification différente (appelée H.332) pour supporter le 
multicast. 
5. Complexité 
Les spécifications SIP sont nettement plus courtes que les spécifications 0.931 et 
H.245 combinées [30]. 
6. Description de contenu 
H.323 utilise toujours H.245 pour négocier le type de média dans une conférence; SIP 
peut utiliser n'importe quel format de description. SIP ne possède pas toute la flexibilité 
de négociation du H.245, cependant le H245 est restreint seulement aux codees ITU-T. 
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3.10 Conclusion 
Dans ce chapitre nous avons étudié le protocole SIP et l'avons comparé au standard 
H.323. Malgré sa relative jeunesse par rapport au H.323, le protocole SIP, grâce à ses 
qualités, a provoqué un vif intérêt, tant dans le milieu de la recherche que dans 
l'industrie. Plusieurs compagnies telles que Cisco, 3Com, oeuvrent dans ce domaine 
pour développer des produits SIP comme des serveurs proxy, de redirection, etc. 
Le protocole SIP, répond parfaitement aux besoins de notre application. Nous 
présenterons dans le chapitre prochain le modèle de dialogue et l'architecture de notre 
système. 
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CHAPITRE4 
CONCEPTION ET ARCHITECTURE 
Dans les chapitres précédents nous avons décrit brièvement les différents protocoles, 
mis en jeu dans la réalisation d'une application multimédia, relatifs à la signalisation des 
appels et au transport des données (audio et vidéo) en temps réel. Dans ce chapitre, 
nous allons décrire le modèle de dialogue propre au SIP et à RTP et l'architecture 
système de notre application. Nous décrirons aussi les différents composants qui 
constituent cette architecture et leur fonctionnement 
4.1 Modèle de dialogue 
SIP permet l'utilisation de deux architectures : une architecture impliquant un proxy 
utilisé dans le cas de postes de travail fixes et une deuxième impliquant en plus du 
proxy, un serveur de redirection utilisée dans le cas de terminaux mobiles. 
Dans ce qui suit nous procédons à la modélisation générale d'un dialogue dans le 
cadre d'un SIP avec proxy qui s'adapte bien à notre application. 
Notre application est de type client-serveur. Elle permet de réaliser la signalisation 
d'appels SIP et le transport multimédia des données voix et vidéo. 
La figure 12 représente le modèle de dialogue propre au SIP et à l'échange des 
paquets RTP et RTCP de notre application entre deux agents utilisateurs client-serveur 
( UACIUAS) A et B via un proxy: 
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U.ACIUAS .A 
UserA@ domain 1 
PROXY U.AC/UAS B 
UscrB@ 
INVITE (from. To. Via. Cali-ID. Cscq •.. ) 
(1) ·-·-----·---------------------------- INVTIC (From. To. V' Ill. Call-10. Csc:q. .. l 
(100) ----------------------------------~ (2) 
(3) ------~~----------------------
nnging ( 180) ringing (180) 
(5) -------------'"-------·---·----------·---·--· (4) 
OK F V
. 200 OK (From. To. Via. Call-ID. Cscq. ..... ) 
14-----(-_rom. ____ T __ o~-~=~--~:_:~:_~~-~------- +----------------------------·--·---·--11(6) 
{7) 
.. ) 
(8) ACK <From. To. Via. Call-ID. Cseq. ... ) ----------------------------------~ (9) 
(10) 
(Il) BYE <From. To. Via. Cali-ID. Cseq •..... ) 
+-------------------------------
___________ }QQ9~--------------- -------------~~9~------------
---------------~-~-------------- 2000K 
Figure 12 Modèle de dialogue 
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L'établissement d'une communication entre clients se fait en unicast (point à point). Les 
étapes successives sont les suivantes : 
1. Le client A qui désire initier une communication émet une requête INVITE 
contenant les URL From,To et Via. Celle ci est envoyée au serveur proxy. 
2. Le proxy reçoit la requête INVITE du client. il en extrait l'URL To, consulte sa 
base de données pour vérifier si le destinataire existe et en fonction de cette 
vérification il renvoie un message d'état au client source le notifiant que le 
destinataire n'est pas trouvé dans le cas où celui-ci n'existe pas. Dans le cas 
contraire il achemine la requête au destinataire à l'adresse IP contenue dans 
l'URL To pour signaler au destinataire une invitation à une communication. 
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3. En même temps que le proxy achemine la requête au destinataire, il envoie aussi 
un message d'état au client pour Je notifier qu'il essaie d'établir un contad avec le 
destinataire. 
4. Dés la réception de la requête INVITE par le client destinataire. un message 
d'invitation s'affiche à son écran lui indiquant le nom du client qui désire établir 
une communication. Un message d'état est envoyé de manière automatique au 
proxy qui l'acheminera vers le client source pour l'informer que le destinataire a 
reçu son invitation avec succès. 
5. Le proxy reçoit la réponse du destinataire. il extrait l'URL From du message et de 
la même manière qu'à l'étape 2. il achemine celle-ci vers le client source. Un 
message ringing est affiché à l'écran de ce dernier. 
6. Le client destinataire répond par une message Ok au client source et accepte 
ainsi son invitation à communiquer. Cette réponse est envoyée au proxy. 
7. Le proxy reçoit la réponse Ok, il l'achemine au client source de la même manière 
qu'à l'étape 5. 
8. À la réception de la réponse Ok. un message d'acquittement est envoyé au proxy 
automatiquement contenant les mêmes URL From et To que les messages 
échangés précédemment 
9. De la même manière qu'à l'étape 2. le proxy achemine ce message 
d'acquittement vers Je destinataire. 
1 O. La communication est établie dès la réception des messages d'acquittement Ack. 
A cette étape les paquets RTP et RTCP sont échangés entre les clients en 
multicast Les ports RTP et RTCP sont attribués et gérés par le serveur proxy. 
Chaque fois qu'une communication est établie, le serveur proxy attribue à chaque 
client un port RTP pair et un port RTCP impair immédiatement supérieur. 
11. Si un client désire mettre fin à sa participation à la conférence multimédia, il 
envoie une requête Bye au proxy qui l'achemine à son tour aux autres clients 
pour les informer du départ de celui-ci. 
12. Les clients répondent par un message Ok au client qui désire terminer sa 
connexion via le proxy. Celui-ci libère les ports RTP et RTCP qu'il a attnbué à ce 
die nt 
Reproduced with permission of the copyright owner.  Further reproduction prohibited without permission.
43 
4.2 Architecture 
La figure 13 illustre l'architecture de notre logiciel proposé et les interactions entre les 
différentes composantes durant le processus d'échange des requêtes SIP et de la 
visioconférence. Pour rendre l'architecture plus lisible et moins encombrée, nous avons 
représenté un cas simple de deux clients et d'un serveur proxy. 
Interface utilisateur 
graphique 
Traitement des 
messages SIP 
Agent utilisateur ~ 
client-serveur ~-
~ 
,;: -~------------------------~ 
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4.2.1 Les composantes de l'architecture 
Les étapes que nous avons suivies pour l'implémentation de notre application ont 
consisté à développer les différentes composantes suivantes : 
4.2.1.1 Enregistrement des clients 
La première étape pour participer à une session SIP est de s'enregistrer auprès du 
serveur registraire. Pour cela, on a crée une base de données dynamique, qui 
enregistre toutes les données concernant le profile usager (client) . Pour mettre à jour 
cette base de données nous avons jugé utile de la rafraîchir à chaque nouvel 
enregistrement ou désenrégistrement d'un client donné, cela nous permettra d'éviter de 
faire des mises à jours automatiques à chaque fois. 
Un client qui désire inviter d'autres clients à une session multimédia peut avoir accès à 
cette liste, le serveur se charge de lui envoyer la dernière mise à jour à sa demande. 
Chaque client qui s'enregistre auprès du serveur se voit attribuer un numéro de port 
pour pouvoir communiquer avec lui. Cette liste est consultée en permanence par le 
proxy, pour traiter les requêtes qu'il reçoit des clients. 
4.2.1.2 Agent utilisateur client-serveur 
Le client SIP est conçu pour exécuter une session de conversation sur Internet. Il se 
charge de la création et de la terminaison d'une conférence. 
En premier lieu, le client SIP interagit avec un usager à l'aide de l'interface usager qui 
est généralement une interface graphique (GUI). Cela permet l'invocation de requêtes à 
partir de boutons du fichier déroulant, à l'aide d'une souris ou du clavier. Il permet de 
saisir dans les champs les URL sources et destinations qui seront envoyés au proxy. 
L'état des échanges de requêtes SIP est affiché à tout instant L'état« CONNECTÉ» 
permet au client de savoir que la conférence a été lancée. D'autres fenêtres s'affichent 
à l'écran montrant les participants invités à la conférence. Si un client désire quitter la 
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conférence, il choisit dans l'interface graphique le bouton BYE qui met fin à sa 
participation. Cette application client est un serveur en même temps, celui-ci traite les 
réponses SIP qui proviennent du proxy, et génère d'autres messages tels que le 
message ringing . et les acquittements. 
4.2.1.3 Proxy 
Ce serveur a été conçu pour procurer un service au client, pour analyser et interpréter 
des invitations de sessions basées sur le protocole SIP et pour générer des réponses 
aux clients. Il permet aussi aux utilisateurs de s'enregistrer dans sa liste. La figure 14 
illustre les tâches successives du proxy dans un processus de signalisation SIP qui 
consistent en la réception des paquets UDP. l'enregistrement du client dans le cas où 
.:elui-ci se connecte pour la première fois. ensuite les paquets sont traités par le proxy 
pour décider de la réponse à renvoyer au client source ou leurs acheminements vers le 
destinataire : 
1 
Réception de paquets UDP 1 
.L 
1 
Enregistrements des clients 1 
1 
1 
Traitement des requêtes SIP 1 
l 
1 
Acheminement des requêtes ou génération d' une réponse 1 
l 
1 
Envoi d'une réponse à la destination appropriée 1 
Rgure 14 Tâches du serveur SIP 
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Ce serveur gère aussi les ports RTP et RTCP dans une communication audio et vidéo. 
Il attribue à chaque client des ports RTP pairs et des ports RTCP impairs 
immédiatement supérieurs. 
4.2.1.4 Transmission et réception audio et vidéo 
L'APl (Java Media Framework) [201 est une interface de programmation développée 
par Sun dont le but est de faciliter le développement des applications multimédia en 
Java. Il comporte les fonctionnalités nécessaires à la capture, au stockage et au 
contrôle des données multimédia. Il est basé sur plusieurs éléments: Le datasource, le 
p/ayer, le processor, le manager ... 
Il fonctionne de manière similaire au système audio-visuel, de la vie courante, qui utilise 
des dispositifs de capture et de restitution du son et de l'image (caméra, haut-parleur, 
écran TV ... ), une cassette vidéo. et un lecteur VCR. Le dataSource, tout comme une 
cassette vidéo, est un objet qui permet d'encapsuler les flux de données multimédia et 
de gérer leurs transfert. Le player et le processor sont des objets dont le rôle est de 
fournir les mécanismes de contrôle, de capture et de restitution des données en temps 
réel. Le player permet seulement de présenter les données alors que le processor 
permet en plus d'effectuer des traitements. Ces deux éléments jouent le rôle d'un 
lecteur VCR. Le gestionnaire de session RTP maintient l'état de la session, des 
participants et les statistiques sur la transmission et la réception des données (RTCP). 
Le gestionnaire ou manager permet la construction des objets player, processor, et 
dataSource [35]. 
JMF fournit une architecture et un protocole d'échange pour gérer l'acquisition, le 
traitement et la restitution de données multimédia en temps réel. Parmi les formats 
disponibles, nous citons entre autres GSM, WAV, [201 pour l'audio et les formats JPEG 
[52}, MPEG [53},AVI [201 pour la vidéo. 
Dans notre application nous avons choisi d'utiliser le format GSM pour la transmission 
et la réception audio. Ce format présente une faible qualité de son mais nécessite 
moins de bande passante et de capacité CPU. Pour la vidéo nous avons choisi le 
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format JPEG qui présente une qualité supérieure mais qui est plus gourmand en terme 
de bande passante et de capacité CPU [20]. 
Transmission audio et vidéo : 
A la transmission un objet processor est créé, il va lire la voix et la vidéo sur des 
périphériques de capture à l'aide de méthodes propres à l'APl JMF et les passe au 
dataSource. La voix et la vidéo sont alors codées, compressées, paquetisées puis 
passées au gestionnaire de session RTP ou Session Manager qui envoie les données 
à l'adresse indiquée [20]. La figure 15 illustre ces étapes de transmission : 
Processor SeSSion 
Manager 
Figure 15 Transmission audio et vidéo 
La procédure à suivre pour créer un canal d'émission est la suivante [20] : 
• Créer, initialiser et démarrer un session Manager pour la session RTP. 
• Construire un processor utilisant le data Source de capture. 
• Choisir un format de sortie du processor spécifique au RTP. 
• Récupérer le flux de sortie du procesor dans un data Source 
• Appeler la méthode CreateSendStream du session Manager avec le dataSource 
en paramètre 
Réception audio et vidéo : 
A la réception un gestionnaire de session RTP est créé et se met en attente. Lorsqu'il 
détecte les premières données reçues du réseau IP, il crée un objet player de 
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l'interface JMF qui dépaquetise, décompresse et décode les données, puis les passe 
au dataSource. 
C'est le player qui se charge de restituer le contenu du flux entrant. Pour recevoir et 
restituer un flux provenant d'une session RTP. il faut utiliser un objet MédiaLocator qui 
spécifie les paramètres de construction du player [20]. La figure 16 montre les étapes 
de réception : 
Processor Player 
Figure 16 Réception audio et vidéo 
La procédure à suivre pour la réception de flux de données est la suivante [20] : 
• Créer un objet sessionManager 
• Appeler la méthode addReceiveStreamUstener pour s'identifier comme listener 
• Initialiser la session RTP 
• Commencer la session 
• Appeler la méthode update de la classe ReceiveSreamUstener qui indique 
qu'un nouveau flux de données est recu grâce à NewReceiveStreamEvent et 
appeler la méthode getReceiveStream qui cherche ce nouveau flux. 
• Appeler la méthode getDataSource sur ce ReceiveStresm. 
• Créer un player avec comme paramètre le DataSource. 
4.3 Conclusion 
Pour mettre en œuvre l'architecture qui a été présenté dans ce chapitre, nous avons 
implanté notre application avec une approche orientée objet en utilisant le langage Java 
parce qu'il est simple et complet. De plus, Sun microsystem a développé l'APl JMF 
(Java Mdia Framework) qui inclut les protocoles RTP et RTCP et facilite 
l'implémentation de la partie transport des données. 
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Pour cela, nous avons utilisé un kit de développement JDK1.3 de java. L'application a 
été testée sur les machines Pentium 3 avec 128 Méga-octets de mémoire vive mis à 
notre disposition, avec le système d'exploitation Windows 2000. Pour la partie 
conférence voix et vidéo, du matériel muHimédia a été mis à notre disposition qui 
consiste en microphones, haut-parleurs et caméras (webcam). Certaines de ces 
caméras sont supportées par l'APl JMF. et ce qu'on a trouvé sur le marché est la 
webcam de la compagnie Logitech (QuickCam Express et QuickCam Home). 
Dans le prochain chapitre l'lous présentons en détail cette mise en œuvre et les tests 
qui ont été effectués sur cette application. 
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CHAPITRES 
MISE EN ŒUVRE ET TESTS 
Dans le chapitre précédent, nous avons présenté le modèle de dialogue et 
l'architecture générale de notre application. Dans ce chapitre nous allons décrire de 
manière général le modèle ctient-serveur en Java qui constitue la base de notre 
architecture répartie SIP. Nous détaillerons aussi les différentes ctasses java qui 
constituent le programme de notre application. Enfin, nous présenterons les résultats et 
tests effectués. 
5.1 Le langage Java 
Le langage Java est un langage de programmation orienté objet mis au point par Sun 
Microsystems est basé sur la réutilisabilité et la simplicité de mise en œuvre. Java 
permet à la fois de créer des programmes ctassiques et des applets intégrables à des 
pages Web. L'applet est téléchargé et exécuté par le navigateur web, offrant ainsi une 
dimension dynamique à la page HTML 
Les caractéristiques du langage Java sont : 
• Il est orienté objets 
• Il Intègre l'encapsulation, l'héritage. la liaison dynamique, possède d'origine 
une librairie de classes standards (qui intègre notamment des ctasses gérant 
l'interface graphique utilisateur) 
• Il facilite la portabilité car il est indépendant de la machine sur laquelle on 
exécute le programme 
• Une source Java pré-compilée donne des "bytes codes",une sorte de pseudo-
assembleur adresse à la machine virtuelle Java (JVM). Cette JVM interprète 
ensuite ce byte code pour exécuter le programme. C'est le byte code qui est 
portable ; le tout est donc d'écrire un JVM propre à la machine. Les logiciels de 
navigation compatibles Java intègrent l'interpréteur de bytes codes qui simule 
cette machine virtuelle. Les applications ou applets Java. sous forme de bytes 
codes, sont donc indépendantes de !a machine physique. 
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• Il permet la programmation multi-fils. Un programme Java peut lancer 
plusieurs fils qui s'exécutent simultanément. Java gère aussi le mécanisme des 
moniteurs. qui permet de synchroniser les fils. 
• Il intègre dès la conception plusieurs mécanismes de sécurité, visant à rendre 
les programmes fiables et à éliminer les risques de virus. 
5.2 Java et le modèle client-serveur 
L'une des forces de Java est de pouvoir travailler sans peine en réseau. Les 
concepteurs de la bibliothèque de Java en ont fait quelque chose d'équivalent à la 
lecture et l'écriture de fichiers, avec la différence que les fichiers résident sur une 
machine distante et que c'est elle qui décide de ce qu'elle doit faire au sujet des 
informations qui lui sont demandées ou envoyées. 
Java utilise des sockets qui sont des abstractions de programmation représentant les 
extrémités d'une connexion entre deux machines. Java fournit des sockets de 
séquences d'octets (stream) et des sockets de datagrammes. Dans notre application 
nous avons choisi d'utiliser le protocole de transport non fiable UDP. bien qu'il soit 
aussi possible d'utiliser TCP pour les échanges SIP. Nous avons donc utilisé les 
sockets de datagramme, avec lesquelles il est possible de transmettre des paquets 
individuels de données. La mise en réseau est illustrée dans les classes client et 
serveur de la section suivante. 
5.3 Architecture des hiérarchies de classes 
La figure 17 illustre les principales classes de note application : 
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MessageParser 
extradUrtFromQ 
extradUriToQ 
extractNameFromQ 
extractNameToQ 
extractAddressFromQ 
extractAddress ToQ 
1-n 'l' '~1-n 
1_r. Proxy 
" 
1 ~ ) sendMessageQ 
UAC echoQ ClientSIP 
..,...1-n 1,.. mainQ 
.t 1 registerQ ..... ...... MainQ 
- inviteQ 
ackQ 
byeQ 
1 cancel 1 
sendMessageQ 
1 1 
1\/ 1\/ '111 v1 
Audio Transmit Video Transmit AudioReceive VideoReceive 
createProcessor() createProcessor() initiaiiZe() initializeQ 
createTransmitter() createTransmitter() addReceiveStreamListener() addReceiveStreamListener() 
createOataSource() createOataSource() getReceiveStreamQ getReœiveStreamQ 
setFormat() setFormat() getDataSource() getDataSource() 
setTrackControiQ setTrackControiQ createPiayer() createPiayer() 
createSendStreamQ createSendStreamQ ...... 
···-·· 
.... . ... 
1 1 1 1 
1 \Il 1\/ 1\f 1v 
AudioTransmissionRTCP VideoTransmissionRTCP AudioReceptionRTCP VldeoReceptionRTCP 
getRTCPSentQ getRTCPSentQ getPadœtRecdQ getPacketRecdQ 
getBytesSent() getBytesSentQ getBadRTPkts() getBadRTPktsQ 
getRTCPSentQ getRTCPSentQ getLocaJCollsQ getlocaiCollsQ 
getLocaiCollsQ getlocaiCollsQ getRTCPRec:dQ getRTCPRec:dQ 
getTansmitFailedQ getTansmitFailedQ getSadRTCPPktsQ getBadRTCPPktsQ 
...... ...... 
····-· ·-----
Figure 17 Principales classes 
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5.3.1 Identification des classes 
Dans la figure 17, nous avons représenté toutes les classes de notre application. La 
partie signalisation SIP est représentée par les classes ClientSIP, UAC, Proxy et 
MessageParser. La partie RTP qui concerne l'échange de données voix et vidéo est 
représentée par les classes AudioTransmit, VideoTansmit, AudioReceive, et 
VideoReceive. La partie contrôle RTCP est représentée par les classes 
AudioTransmissionRTCP, VideoTransmissionRTCP, AudioReceptionRTCP et 
VideoReœptionRTCP. Dans les deux dernière partie RTP et RTCP nous avons utilisé 
les méthodes de l'APl JMF pour implanter cette application. 
Dans cette section nous allons décrire chaque classe avec ses principales 
composantes : 
5.3.1.1 Classe UAC 
La classe UAC est la partie cliente de l'application SIP et est utilisée pour créer et 
envoyer des requêtes SIP échangées avec le serveur proxy. Elle permet l'ouverture 
d'une interface graphique {GUI) qui interagit avec le serveur. Elle contient les méthodes 
SIP qui permettent d'initier et de fermer une session multimédia. Parmi ces principales 
méthodes, on a : 
inviteO 
Cette méthode crée une requête INVITE lors d'un processus de signalisation d'appel et 
l'envoie au serveur. Elle contient l'information dans l'en-tête SIP, qui identifie entre 
autres, l'entité appelée et appelante, le Cali-ID, le numéro de séquence. En fait, elle 
nous informe qu'un appel est entrain de s'initier. 
ackO 
Cette méthode indique que l'entité appelante acquitte une requête INVITE qui a été 
acceptée avec succès par le code 200. ACK indique que l'appelant a reçu une 
confirmation à une requête INVITE . 
Reproduced with permission of the copyright owner.  Further reproduction prohibited without permission.
54 
èr!{l 
Cette méthode indique qu'un dient qui participe à une conférence veut mettre fin à une 
communication. Le flux de données est terminé quelque soit la réponse de l'autre 
entité. 
cance/0 
Cette méthode annule une requête en cours, mais n'a aucun effet sur l'appel déjà établi 
quand aucune requête n'est en cours. 
reaisterf) 
Cette méthode est utilisé par un UAC pour s'enregistrer auprès d'un serveur SIP. 
L'UAC doit s'enregistrer avec le Registrar lors du démarrage en envoyant une requête 
REGISTER. 
sendMessaqe(Strinq IPDest, int PortDest. String messaqeJ 
Cette méthode utilise les sockets pour envoyer les paquets de messages d'une station 
vers une autre ayant pour adresse IP IPDest et port PortDest. Elle est sollicité par 
toutes les méthodes citées précédemment 
static void registerO 
{ 
} 
String message= "Register "+ProxyDomain+"Via:"+ 
via+ "From: "+from+ 'To: "+from+Ca/1_/D+"CSeq: 
"+n+ "REGISTER": 
Sendmessage(message) : 
static void ënviteO 
{ 
String message = "INVITE " + ProxyDomain+ "Via: " + via 
+"From:"+ from+'To: "+DesLgetTextO+Ca/1/D+"CSeq: "+n 
+"INVITE": 
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Sendmessage(message) ; 
J 
static void okO 
{ 
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String message= "OK"+ Pro:ryDomain~"Via: "+via+"From: "+from+ "To: " 
+inviteFrom+Cai/ID+"CSeq: "+n+" OK"; 
ij(inviteFrom !=nu/[) { 
Sendmessage(message) ; 
inviteFrom= nul!; } 
else { 
JOptionPane.showMessageDia/og(nu/1. "Client notfound. check the URL 
please!". " Error!".JOptionPane.PUIN_MESSAGEJ: 
J 
static void bye() 
{ 
J 
String message = "BYE "• ProxyDomain"'"" "Via: "+via+ "From: "+from+ ''To: "+to 
~CalllD+"CSeq: "•n~" BYE": 
Sendmessage(message); 
static void Sendmessage(String message ToSend) 
{ 
try 
{ 
byte Data[) = messageToSend.getlJytesO: 
sendPacket = new DatagramPac/cet(Data.Data.length. 
InetAddress.getByName(AddressPro:ry), num.Port); 
soclcetClienLsend(sendPacket): 
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byte DataD = messageToSendgetBytesO; 
sendPaclœt = new DatagramPac/œt(Data. Data.length. 
receivedPaclœt.getAddressO. 
receivedPaclœt.getPortO ); 
soclœrC/ient.send(sendPaclœt): 
} 
catch (!OException io) {} 
5.3.1.2 Classe Proxy 
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La classe proxy est la partie serveur de l'application SIP. Elle prend en charge les 
requêtes SIP envoyées par tous les clients et les traite selon les méthodes qui sont 
incluses dans ces requêtes. Cette classe reste en permanence à l'écoute de tous les 
messages qui parviennent à son port. Les requêtes sont soit acheminées vers leurs 
destinations appropriées ou bien une réponse est générée et renvoyée au client 
source. Elle dresse aussi une liste de tous les clients qui sont enregistrés et les garde 
en permanence en mémoire. Cette liste est rafraîchie à chaque nouveau 
enregistrement ou désenrëgistrement d'un client donnée. 
Tout client qui s'enregistre pour la première fois se voit attribuer un numéro de port qui 
lui permet de communiquer avec le serveur et que cette classe garde en mémoire. 
Ainsi à chaque requête qui parvient au proxy et qui est destiné à un autres destinataire, 
la classe proxy fait la correspondance avec le numéro de port qui lui a été attribué et 
l'achemine à sa destination. Dans cette classe on cite deux principales méthodes: 
sendMessaqefStrinq IPDest, int PortDest, String messaqeJ 
Cette méthode envoie le message vers la destination ayant l'adresse IP IPDest et le 
port PortDest. 
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echofStrinq messaqeJ 
Cette méthode retourne un message vers l'adresse IP et le port reçus dans le dernier 
paquets reçu. 
5.3.1.3 Classe MessageParser 
La classe MessageParser est sollicitée par les classes Client et Proxy à chaque fois 
qu'une requête SIP est parvenue pour être traiter. Cette classe extrait les URL. noms et 
adresses SIP des messages reçus. Dans ce qui suit. nous allons énumérer ces 
quelques méthodes : 
extractUriFromO 
Cette méthode extrait l'url du client source et le retourne à la classe. Le proxy se sert 
de l'url source pour lui faire correspondre le port pour lui renvoyer les requêtes ou les 
réponses SIP. 
extractUriToO 
Cette méthode extrait l'url du destinataire. L'url To contient le nom et l'adresse du client 
de destination que le proxy utilise dans le traitement de la requête. Cette url sert au 
serveur pour faire la correspondance avec le numéro de port auquel est destiné le 
message 
extractNameFromO 
Cette méthode extrait le nom du destinataire et le retourne à la classe. Ce nom sert à 
identifier le client source et à l'afficher à l'écran du destinataire pour l'informer de 
l'identité du client qui l'invite. 
extractNameToO 
Cette méthode extrait le nom du destinataire et le retourne à la classe. 
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extractAddi'8SSFromO 
Cette méthode extrait l'adresse IP de l'appelant et la retourne à la dasse. L'adresse 
source est utilisée avec le port approprié pour acheminer les messages à la bonne 
destination. 
extractAd1'8SS ToO 
Cette méthode extrait l'adresse IP du destinataire et la retourne à la classe. 
Les principales méthodes de la classe MessageParser sont illustrés dans la partie du 
programme suivant : 
static public String extractUr/FromfString message) 
{ 
) 
Stnng message From_ = message.substring(message.indexOf("From: 
")+6.message.index0f("To")): 
String message From = messageFrom _.substring(O.messageFrom ~indexOf("\n ")); 
String Ur/From = messageFrom: 
retum Ur/From: 
static public String extractNameFromfString message} 
{ 
) 
String messageFrom = 
message.substring(message.indexOj("From: ") +6,message. index0f('7o '?); 
String nameFrom = 
messageFrom.substring(messageFrom.indexOf("sip")+4.messageFrom.index 
Off"@")); 
retum nameFrom: 
static public String extractAddressFrom(String message) 
{ 
String messageFrom = message.substring(message.indexOf("From:) 
+6,message.index0f("Toj); 
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String AddressFrom = 
messageFrom.substring(messageFrom.indexOj("@ '? + l.messageFrom. indexOj("\n' 
)); 
return AddressFrom: 
} 
static public String extractUr/To(String message) 
{ 
1 
J 
String messageTo_ = message.substring(message.indexOf('To: ") 
--l.message.indexOff"Ca/1-lD: ")); 
String messageTo = messageTo_.substring(O.messageTo_.indexOf("\n")); 
String Ur/To = messageTo: 
return Ur/To; 
staric public String extractNameTo(String message) 
{ 
} 
String message To _ = message.substring(message. indexOj("To: ") 
..,.-l.message.indexOj("Ca/1-lD: ")); 
String messageTo = messageTo _.substring(O.messageTo _.indexOj("\n")); 
String Ur/To = messageTo_: 
String nameTo = Ur/To.substring(Ur/To.indexOj("sip:")+-1. Ur/To.indexOff"@'')); 
return nameTo; 
static public String extractAddressTo(String message) 
{ 
String messageTo _ = message.substring(message.indexOf("To: } 
..,.-l.message.indexOj("Ca/1-ID: ")); 
String message To = message To _.substring(O.message To _.indexOj("\n ")); 
String Ur/To = messageTo_: 
String Address To = Ur/To.substring(Ur/To.indexOff"@ ") + l); 
Reproduced with permission of the copyright owner.  Further reproduction prohibited without permission.
} 
Il String message Ta= 
message.substring(message.index0f('To:'')+3.message.index0f("Cali-ID: '')); 
Il String message Ta= 
message.substring(message. indexOf('To: ") + 3. message. indexOf(''\n ")); 
/1 String AddressTo = 
messageTo.subsrring(messageTo.indexOf("@")+/,messageTo.indexOf('".n'')); 
return AddressTo: 
5.3.1.3 Classe Audio Transmit et Video Transmit 
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Les classes Audio Transmit et Video Transmit sont des classes de transmission de la 
voix et de la vidéo et utilise l'APl JMF, développé par Sun. Nous allons citer quelques 
méthodes de ces deux classes 
createProcessorO 
Cette méthode créé un processor qui présente les données à transmettre. 
createTransmitterQ 
Cette méthode crée une session RTP pour transmettre la sortie du processor vers les 
adresses IP et ports spécifiques. 
createDataSourcefMediaLocator locatorJ 
Cette méthode crée un DataSource qui va encapsuler, gérer la capture, présenter et 
traiter les média des données à transmettre. 
setFormatfFormat format) 
Cette méthode est appelée pour fixer le format du média à transmettre. 
La partie du programme suivante illustre l'utilisation de ces méthodes de JMF pour la 
transmission de la vidéo (audio): 
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public synchroni=ed String startO 
{ 
String result: 
resu/t = createProcessorO: 
if (result '= nul/) 
return result: 
resu/t = createTransmitterO: 
if (result ! = nul/) 
{ 
t , 
processor.c/ose(): 
processor = nul/: 
return result: 
processor.startf); 
retun1 nul/; 
t , 
, *Stops the transmission if already started *! 
public void stop() 
{ 
synchroni.zed (this) 
, 
1 
if fprocessor !=nul/) 
1 
1 
processor.stopO; 
processor.c/oseO: 
processor = null; 
61 
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} 
} 
for (int i = 0; i < rtpMgrs.length; i++) 
{ 
} 
rtpMgrs[i].removeTargets( "Session ended ''); 
rtpMgrs[i).disposeO: 
} 
private String createProcessor() 
{ 
try 
{ 
if (/ocator == null) 
return "Locator is nul!"; 
DataSource ds: 
DataSource clone: 
ds = javax.media.J.'Janager.createDataSource(/ocator): 
} catch (Exception e) 
try 
{ 
return "Couldn'l create DataSource": 
} 
{ 
processor = javax.media.Manager.createProcessor(ds): 
} catch (NoProcessorException npe) 
{ 
} 
{ 
return "Couldn't create processor"; 
} catch (/OException ioe) 
return "JO Exception crealing processor"; 
62 
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Il Waitfor it to configure 
boo/ean result = waitForState(processor, Processor.Configured): 
if(result ==fa/se) 
return "Couldn't configure processor": 
// Get che traclrs from the processor 
TraclcControl il traclrs = processor.getTraclcControlsO; 
if (trac/cs ==nu/Ill traclcs.length < /) 
return "Couldn'tfind trac/cs in processor"; 
ContentDescriptor cd = new C ontentDescripcor(ContentDescripcor.RA W _ RTP); 
processor.secC ontentDescripcorfcd): 
1 
1 
Format supporced[]: 
Format chosen; 
boolean atLeastOneTraclc =fa/se: 
for rint i = 0: i < traclcs.length: i+-J 
Format format = traclcs{i].getFormatO; 
if rtraclcs[i].isEnabledOJ 
' 1 
supporced = traclcs[i].getSupportedFormatsO: 
if (supportedlength > 0) 
' 1 
if rsupporced[O] instanceof VideoFormat) 
{ 
chosen = supported[O]; 
traclcs[i].setFormat(chosen); 
System.err.print/n("Traclc "+ i ~ "is set to transmit as:"); 
System.err.print/n(" "- chosen); 
atLeastOneTraclc = true; 
} e/se 
traclcs[i].setEnabledifa/se); 
63 
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} e/se 
trades [i].setEnab/edifa/se): 
l 
if(! atLeastOne TrackJ 
return "Cou/dn't set any of the trac/cs to a va/id RTP formai"; 
result = wairF orState(processor. C onrrol/er.Rea/ized); 
if (resull ==fa/se) 
return "Cou/dn't rea/i::e processor": 
dataOutpur = processor.gerDaraOurpurf); 
return nul/: 
t 
1 
5.3.1.3 Classe AudioReceive et VideoReceive 
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L'APl JMF permet la transmission et la réception de flux RTP grâce aux bibliothèques 
javax.media.rtp, javax.media.rtp.event et java.media.rtp.rtcp. Les principales méthodes 
de ces deux classes sont citées ci-dessous : 
initializeO 
Cette méthode crée une sessionManager et ouvre des sessions RTP. 
addReceiveStreamUstenerO 
Cette méthode est appelée pour permettre au gestionnaire de session de s'identifier 
comme listener. 
qetReceiveStreamO 
Cette méthode cherche les nouveaux flux de données qui arrivent. 
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qetDataSoun:eO 
Cette méthode appelée sur la variable stream de ReceiveStream affecte le résultat au 
dataSource qui servira pour créer un player. 
craatePiaverfclsl 
Cette méthode crée un objet player avec comme paramétre datasource ds. Ce p/ayer 
est responsable de la présentation des données. 
setTrackControlsO 
Cette méthode garde trace du processor. 
createSendStreamO 
Cette méthode crée un objet sendStream pour indiquer au gestionnaire de session où 
chercher la donnée à transmettre. 
La partie du programme suivante illustre l'utilisation de ces méthodes de JMF pour la 
transmission de la vidéo (audio): 
protected boolean initializeO 
{ 
trv 1 
• t 
lnetAddress ipAddr: 
SessionAddress loca/Addr =new SessionAddressO: 
SessionAddress destAddr; 
mgrs =new RTPManager[sessions.length}; 
playerWindows =new Vectorr); 
SessionLabel session; 
:/ Open the RTP sessions. 
for (inti= 0; i < sessions.length: i++) { 
// Parse the session addresses. 
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try{ 
} 
} 
session =new Sessionlabe/(sessions{ij); 
} catch (lllega/ArgumenrE:cception e) 
{ 
System.err.prinr/n("Failed to parse the session address given: " + sessions[i]); 
retum fa/se: 
} 
System.err.print/n(" - Open RTP session for: addr: " + session.addr + ''port: " + 
session.port + "11/: "+ session.lll); 
mgrs[i] = (RTPManager) RTPManager.newlnstanceO: 
mgrs[i].addSessionListener(this); 
mgrs[i].addReceiveSrreamListener(this); 
ipAddr = lnetAddress.getByName(session.addr): 
if( ipAddr. isMulticastAddressO) 
{ 
loca/Addr= new SessionAddress( ipAddr. session.port. session. Ill); 
destAddr = new SessionAddress( ipAddr.session.port.session.ttl); 
le/se { 
loca/Addr= new SessionAddress( InetAddress.getLoca/HostO. session.port): 
destAddr =new SessionAddress( ipAddr. session.port); 
} 
mgrs[i].initialize( loca/Addr); 
BufferConrrol be= 
BufforControl)mgrs[ij.getContro/('javax.media.control.BufferControl"); 
if (be ! = nul/) 
bc.setBufferLength(350); 
mgrs[i].addTarget(destAddr); 
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catch (Exception e) { 
System.err.prinJ/n("Cannot create the RTP Session: " + 
e.getMessage0): 
return fa/se; 
} 
li W ait for data to arrive before moving on. 
long then = System.currentTimeMillisO: 
Il wail for a maximum of 30 secs. 
long waitingPeriod = 30000: 
try{ 
synchroni=ed (dataSync) 
f 
1 
/ 
while f!dataReceived &&System.currentTimeMillisO- then < waitingPeriod) 
{ 
if (!dataReceived) 
Sysrem.err.printlnr" - Waitingfor RTP data ro arrive ... "); 
dataSync. wail( 1 000); 
1 
f 
} catch Œxception e) {} 
if (!dataReceived) { 
System.err.printlnf"No RTP data was received "); 
close(): 
return fa/se: 
} 
return crue: 
} 
public boolean isDonef) { 
return playerW'mdows.si=eO == 0: 
} 
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1 
} 
try{ 
({P/ayerWindow)playerWindows.e/ementAt(i)).closeO; 
} catch (Exception e) {} 
playerWindows.removeAIIE/ementsO; 
Il close the RTP session. 
for (inti= 0; i < mgrs./ength: ;~T) 
f 
J 
1 
t 
if rmgrs[i] != nul/) 
{ 
f 
J 
mgrs[i].removeTargets( "Closing session "); 
mgrs[i].dispose(j: 
mgrs[i] = nul/: 
5.3.1.4 Classe AudioTransmissionRTCP et VidéoTransmissionRTCP 
68 
Nous utilisons les statistiques RTCP fournies par l'interface JMF pour évaluer la 
performance de la communication. En effet. La session Manager maintient une trace de 
toutes les statistiques RTP et RTCP des paquets envoyés et reçues dans une session. 
Les deux classes Audio TransmissionRTCP et Video TransmissionRTCP permettent 
d'avoir des rapports de statistiques des paquets RTCP transmis à chaque instant. et 
utilisent des méthodes définies dans la classe Globa/TransmissionStats de l'APl JMF. 
Ces deux classes sont instantiées à partir des classes Audio Transmit et Video Transmit 
[20]. Les méthodes qui sont définis sont: 
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qetRTPSentO 
Cette méthode retourne le nombre de paquets RTP envoyés. 
qetBvtesSentO 
Cette méthode retourne le nombre d'octets RTP envoyés par le transmetteur. 
qetRTCPSentQ 
Cette méthode retourne le nombre de paquets RTCP envoyés. 
qetLoca/CollsO 
Cette méthode retourne le nombre de collisions de paquets RTP correspondant au cas 
où deux éléments différents de la session génèrent un même SSRC ou un même 
CNAME. 
qetTransmitFailedQ 
Cette méthode retourne le nombre d'échec de transmissions. 
La partie du programme suivante illustre l'utilisation de ces méthodes pour afficher le 
rapport de statistiques de transmission de la vidéo (audio): 
private void updateFields 0 
( 
1 
int i: 
int nCount: 
Object objMngr: 
SessionManager mngrSession: 
Globa/TransmissionStats stars: 
nCount = sessionManager.length: 
for ( i = 0: i < nCount: i+•) 
{ 
objMngr = sessionManager[i] : 
if (! (objMngr instanceofSessionManager)} 
continue: 
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1 
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1 
mngrSession = (SessionManager)objMngr; 
stars = mngrSession.getG/obalTransmissionStaiS (); 
fieldTota/RrpPaclcelSSent.setText ( ,.,. + stars.getRTPSentO ); 
fieldTotalBytesSent.setText ( ,.,. + stars.getBytesSentO ); 
fteld.RtcpPaclcetsSent.setText ( ,.,. + stars.getRTCPSentO ); 
fieldLoca/Col/isions.setText ( ,.,. + stalS.getLoca/CollsO ); 
fie/dRemoteCollisions.setText ( "" + stats.getRemoteCollsO ); 
fie/dFailedTransmissions.setText ( "" + stats.getTransmitFailedO ): 
5.3.1.5 Classe AudioReceptionRTCP et VideoReceptionRTCP 
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De la même manière que les classes de statistiques de transmission, les classes 
AudioReceptionRTCP et VideoReceptionRTCP permettent d'avoir les statistiques de 
réception de paquets RTP et utilisent la classe Globa/ReceptionStats . 
Ces méthodes sont : 
qetPacketsRecdO 
Cette méthode retourne le nombre de paquets reçus. 
qetBadRTPktsO 
Cette méthode retourne le nombre de mauvais paquets RTP reçus. 
qetLocaiCollsO 
Cette méthode détecte le nombre de collisions de paquets RTP (paquets différents 
ayant un même SSRC ou un même CNAME). 
qetRTCPRecd() 
Cette méthode retourne le nombre de paquets RTCP reçus. 
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qetSRRecdO 
Cette méthode retourne le nombre de paquets SR reçus. 
qetBadRTCPPictsO 
Cette méthode retourne le nombre de mauvais paquets RTCP reçus. 
La partie suivante de notre programme montre comment ces méthodes sont utilisés : 
private void updateFields 0 
{ 
J 
Globa/ReceptionStats stats; 
stats = sessionManager.getG/oba/ReceptionStats 0: 
fieldTota/RtpPaclcets.setText ( "" + stars.getPaclcetsRecdO ); 
fieldTota/Bytes.setText ( ""- stats.getBytesRecdO ); 
fieldBadRtpPaclcets.setText ( "" • stats.getBadRTPktsO ); 
field.Loca/Collisions.setText ( "" • stats.getLoca/CollsO ); 
fieldRemoteCollisions.setText r "" - stats.getRemoteCollsO ); 
fieldPaclcetsLoopedsetText r "" _. stats.getPaclcetsLoopedO ); 
fieldFailedTransmissions.setText ( "" _. stats.getTransmitFailedO ); 
fieldRtcpPaclcets.setText r "" + stats.getRTCPRecdO ); 
fieldSrPaclcets.setText ( "" + stats.getSRRecdO ); 
fieldBadRtcpPaclcets.setText r "" + stats.getBadRTCPPktsO ); 
fieldUnlcnownR!cpT_vpes.setText ( "" • stats.getUnlcnawnT_vpesO ); 
fieldMa/formedRr.setText r ""- stats.getMalformedRRO ); 
fieldMalformedSdes.setText ( "" .- stats.getMa/formedSDESO ); 
fieldMa/formedBye.setText ( "" • stats.geL~alformedB_veO ); 
fieldMalformedSr.setText r "" + stats.getMalformedSRO ); 
71 
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5.4 Tests et résultats 
Dans cette section, nous présentons les différents résultats générés durant la phase 
des tests de notre plate-forme. Dans l'implémentation de la partie signalisation, nous 
avons choisi d'utiliser le protocole de transport UDP et le port 5060. Ce dernier est le 
port par défaut utilisé dans le protocole SI P. bien qu'il nous était possible de choisir tout 
autre port public. 
5.4.1 Initiation d'appels 
Lorsque nous lançons l'application client, une boite de dialogue (Figure 18) apparaît à 
l'écran. Cette fenêtre permet à l'utilisateur de saisir son adresse SIP (pour s'identifier 
dans une session), de saisir aussi l'adresse SIP du destinataire et de connaître l'état de 
connexion SIP en tout instant (ringing, trying. Not found, connection established ... ) . A 
gauche de l'écran apparaît un menu défilant qui permet à l'utilisateur de choisir l'un des 
boutons. Une action sur l'un de ces boutons. enclenche un processus de création de la 
requête en lisant les url source et destination, saisis dans la boite de dialogue, 
constituant le message de la requête SIP approprié et l'envoyant au serveur proxy qui 
s'en chargera de son traitement Nous avons aussi rajouté un bouton « Get List » qui 
ne fait pas partie du protocole SIP, et qui permet à l'utilisateur de demander au serveur 
de lui envoyer la dernière m1se à jour de tous les clients qui font partie de la session à 
ce moment précis. 
Figure 18 Boite de dialogue du client 
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5.4.2 Enregistrement des clients 
La première étape dans une session SIP est l'enregistrement de tout les clients auprès 
du serveur en lui envoyant un requête REGISTER. En cliquant sur le bouton Register 
du menu défilant de la boite de dialogue, celui-ci permet une telle opération et le client 
est enregistré. Le champs source {From) est nécessaire pour accomplir cet opération. 
Le serveur de son côté dresse une table de tous les clients présent dans la session 
avec leurs noms, adresses IP. url et ports. La figure 19 montre deux exemples 
d'enregistrements des clients identifiés par les adresses IP: 132.208.136.57 et 
132.208.136.110 envoyés au serveur dont l'adresse et le port sont 132.208.136.110 et 
5060 respectivement 
Figure 19 Message Register 
En cliquant sur le bouton d'enregistrement une requête SIP Register est créé et 
envoyée. Dans cette requête les url source {From) et destination {To) sont identiques. 
Si le client existe déjà dans la liste du serveur, celui-ci retourne une réponse 
d'échec « REGISTRA Tl ON FAILED lt lui indiquant qu'il s'est déjà enregistré. 
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5.4.3 Invitation 
Un client qui désire initier un appel et inviter un autre client. envoie une requête INVITE 
en spécifiant dans le champ To l'url du destinataire. Le proxy extrait l'adresse IP et le 
nom du destinataire du message, les compare à sa table et achemine le message vers 
sa destination. La figure 20 montre un exemple de requête INVITE d'au client dont 
l'adresse IP est 132.208.136.110 via l'adresse IP du serveur 132.208.0136.110. 
Figure 20 Message INVITE 
Le proxy transmet la requête au destinataire et ce dernier voit s'afficher à son écran un 
message d'information « vous avez un appel de : » avec le nom du client source. 
comme illustré dans la figure 21. 
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Figure 21 Message INVITE 
Le serveur, d'après le modèle établit dans le chapitre 5, retourne en même temps un 
message «TRYING» vers te client source lui indiquant qu'il essaye de faire parvenir son 
message au client 
Dès réception de ta requête INVITE par le destinataire, une réponse RINGING est 
retournée automatiquement au cfient source via le proxy ayant tes mêmes url From et 
Toque la requête INVITE. La figure 22 montre une réponse SIP: RINGING. 
Rgure 22 Message RJNGING 
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Un client qui reçoit un message d'invitation, peut accepter l'invitation en cliquant sur le 
bouton Ok du menu défilant de la boite de dialogue, ce qui a pour effet de créer un 
réponse SIP OK et l'envoyer au serveur qui la retransmet à son tour au client source. 
De maniére identique au message RINGING, la destination du message Ok est 
contenue dans l'url From. La figure 23 présente un message Ok : 
Rgure 23 Message OK 
La demiére étape de l'échange de requêtes SIP est l'acquittement par le client source. 
Lorsque celui-ci reçoit le message Ok, l'informant qu'il a accepté la communication, un 
message d'acquittement est envoyé automatiquement au destinataire via le proxy, 
comme il est montré dans la figure 24. 
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Figure 24 Message ACK 
Ce dernier message est une indication que l'échange des paquets RTP et RTCP (audio 
et vidéo) peut commencer comme indiqué dans tous les champs d'états des boites de 
dialogues des clients concernés par le message «CONNEXION ÉTABLIE» durant 
toute la période de la conférence comme on peut le voir sur la figure 25. 
Rgure 25 Message cconnection établie» 
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5.4.4 Communication audio et vidéo 
Lors de la réception des acquittements ACK par le serveur proxy, celui ci attribue les 
port de communications audio et vidéo par lesquelles les participants peuvent échanger 
les données multimédia, et les envoient à tous les clients en même temps. Du côté 
clients. chacun lance l'application relative au transport de la voix et vidéo par RTP et 
RTCP qui utilise l'APl JMF. Au niveau de chaque client s'ouvre des écrans vidéo qui 
montrent les images reçues des autres clients participants à cette session ainsi qu'une 
interface audio permettant le contrôle du son. Et chaque client transmet aussi le son et 
la vidéo captés par le microphone et la caméra connectés à son poste. 
Les figures 26-a, 26-b, 26-c montrent trois captures d'écrans d'une conférence audio et 
vidéo à trois participants. Sur chaque poste sont affichés deux écrans des deux autres 
participants et leurs interfaces audio. Il est à noter que dans le cadre de la protection de 
l'individu, nous avons jugé utile d'afficher des images sans participants. 
(a) 
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32.208.135.29 
(b) 
(c) 
Figure 26 Conférence à trois 
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5.4.5 Statistiques de transmission et de réception 
Des méthodes de l'APl JMF permettent de recueillir des statistiques sur la transmission 
et la réception audio et vidéo. les deux figures 27 et 28 suivantes nous ces rapports 
RTCP audio et vidéo recueillis. 
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Figure 27 Statistiques RTCP vidéo 
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Figure 28 Statistiques RTCP audio 
La qualité de service regroupe de nombreux paramétres qui donnent une estimation de 
la qualité de la voix et de la vidéo transmise et reçue, comme le nombre de paquets 
perdus, le nombre de collisions. Les mesures comprises dans le rapport RTCP 
n'indiquent aucune perte de données ni de collisions lors de la transmission sur le 
réseau. Ceci peut être dû au fait que le système a été testé sur un réseau local (LAN), 
et non sur le réseau Internet où le trafic est important et des problèmes de congestion, 
de pertes de données et de collisions peuvent surgir. Il est aussi à noter que 
l'application prend un temps assez long pour initialiser les sessions RTP après que la 
session soit établie et lancée. Ceci peut être dû aux importantes ressources utilisés par 
l'APl JMF et à ses composantes graphiques. D'autant plus que le kit de java est assez 
lourd et consomme beaucoup de la capacité mémoire et influe la vitesse du CPU ce qui 
rend les temps d'exécution trés lents. 
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5.4.6 Terminaison d'appel SIP 
Un client qui désire mettre fin à sa connexion envoie une requête BYE vers le serveur 
proxy. Le proxy achemine cette requête vers tous les participants, la transmission et la 
réception des paquets audio et vidéo sont arrêtés et le proxy désenregistre le client 
remet à jour sa liste de clients et libère les tous les ports de transmission et réception 
multimédia. 
5.5 Difficultés rencontrées 
Certaines difficultés rencontrées durant la période de réalisation de notre projet ont 
rendu notre travail assez difficile. En voici une énumération : 
L'étude et l'apprentissage des différents protocoles mis en jeu pour aboutir à terme 
d'une application de voix sur IP et sa signalisation est assez difficile et la difficulté ici 
concerne surtout la mauvaise estimation de notre part du temps nécessaire pour cerner 
le travail. 
Notre inexpérience de la programmation orienté objet Gava) a été un problème majeur 
pour implémenter notre application. 
Enfin, le manque total de documentation sur le l'APl JMF a aussi été un énorme 
obstacle qui n'a pas facilité la progression du travail ni la bonne interprétation des 
résultats obtenus dans les rapports RTCP. La seule documentation qu'on a trouvé est 
le guide utilisateur de Sun téléchargé du site, mais qui reste insuffisante à notre avis, 
surtout pour quelqu'un qui n'a pas d'expérience dans ce domaine. 
5.6 Conclusion 
Dans ce chapitre, nous avons implanté une application de type client/serveur 
permettant de tester et de mettre en œuvre les différentes composantes présentées 
dans le chapitre précédent Ces composants sont des classes et des méthodes qui 
peuvent être réutiliser dans le domaine de la téléphonie sur Internet. Ces méthodes 
permettent de réaliser la signalisation des appels selon le protocole SIP. D'autres 
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méthodes de l'APl JMF permettent aussi de réaliser une communication multimédia et 
d'avoir des statistiques pour évaluer les performances de cette communication. 
Dans la phase de test, nous avons présenté les différents message SI P échangés entre 
les clients pour établir un appel, ainsi que les images captées par les caméras et reçus 
au niveau de chaque client Nous avons aussi présenté les statistiques RTCP transmis 
et reçues pour la voix et la vidéo. 
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CONCLUSION 
La voix et la vidéo sur IP prennent des dimensions de plus en plus importantes depuis 
quelques années. D'autre part, la téléphonie entre PCs via l'Internet commence à 
prendre une part importante dans le monde des télécommunications. Dans un avenir 
proche, l'utilisation coûteuse du réseau de téléphonie fixe ne sera plus nécessaire, 
surtout avec la possibilité de transférer la voix . la vidéo et les données sur le même 
support via l'internet D'où la nécessité d'évoluer vers des solutions IP ce qui provoque 
l'émergence de nouveaux standards. 
Pour certains, actuellement le seul frein à l'essor de la téléphonie sur IP serai la qualité. 
Or, comme celle-ci s'améliore de plus en plus grâce à l'augmentation conjointe de la 
bande passante d'Internet, de la vitesse de commutation, de la performance des CPU 
et enfin des algorithmes de compression. la téléphonie sur IP ne peut que se 
développer. 
À L'heure actuelle, SIP se présente comme le protocole de signalisation le plus 
adéquat aux applications de voix et vidéo sur IP. Sa simplicité relative par rapport au 
standard H323, le rend de plus en plus populaire dans ce domaine. En effet, des 
études comparatives de ces deux protocoles, ont fait ressortir les forces de chacun des 
deux standards et ont montré que SIP se présente comme concurrent principal du 
standard H323 dans ce domaine de la voix et de la vidéo sur IP. 
Dans le contexte de notre travail, nous avons introduit les concepts de la téléphonie sur 
IP. et nous avons défini les protocoles et concepts de mise en œuvre et de 
signalisation. Pour notre application nous nous sommes penchés sur deux volets, la 
conférence audio- vidéo entre usagers , et la signalisation des appels. Dans le premier 
volet, le protocole qui permet un transfert de données fiable en temps réel est le 
protocole RTP, couplé au protocole RTCP. Ce dernier permet le contrôle du flux de 
données et la gestion de la bande passante. La compagnie Sun Microsystems, œuvre 
depuis quelques années dans ce domaine et a mis à disposition des programmeurs 
Java, l'APl JMF qui offre un très bon outil de programmation de ce type d'applications. 
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Il y a lieu de remarquer que malheureusement. mis à part le guide utilisateur de JMF 
que Sun a élaboré. la documentation sur cette APl est extrêmement rare. et sa bonne 
compréhension nécessite des connaissances assez solide en programmation orienté 
objet (Java) et des concepts audio. 
Dans le deuxième volet. nous avons opté pour le protocole SIP. Notre application est 
une application client-serveur. Le serveur est un proxy, il traite toute les requêtes 
provenant des clients et les achemine selon le contexte. li inclut aussi le registrar • qui 
est un serveur qui s'occupe de l'enregistrement des clients et fournit à chaque fois au 
proxy le non. l'adresse IP et le numéro de port du destinataire. Notre cas d'application 
est un cas simple d'utilisation du protocole SIP vu que la présence des autres serveurs 
de localisation et de redirection ne sont pas nécessaires. On espère que ce modeste 
travail pourra servir à des travaux futurs pour élargir le domaine d'application. 
Limitations et travaux futures 
Des limitations sont observées dans notre travail dues surtout à notre inexpérience. 
mais qui peuvent être compléter dans des travaux futures. Parmi ces limitations, notre 
application SIP n'a pas été conçue pour être supporté par le protocole de transport 
fiable TCP. Son implémentation est basée sur le même principe client-serveur et utilise 
plutôt les sockets de flux. par contre il faudra utiliser les threads de java pour pouvoir 
travailler en multitâche. De plus. dans notre application basée sur UDP nous n'avons 
pas prévu de mécanismes de fiabilité basés sur les retransmission. En effet UDP n'est 
pas un protocole fiable. et il revient donc au protocole SIP d'assurer sa fiabilité en 
ajoutant d'autres services. De plus nous n'avons implémenté qu'une partie du protocole 
SIP qui répond à notre cahier de charge. Une autre limitation est que l'application n'a 
pas été testée sur le grand réseau, où d'autres problèmes peuvent surgir tels les délais, 
les collisions et pertes de paquets. 
Les améliorations que nous proposons sont les suivantes : 
• Concevoir un serveur de redirection SIP pour permettre la mobilité des stations 
et les autres services SIP. 
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• Implanter une passerelle pour permettre des communication téléphoniques en 
utilisant le réseau téléphonique public commuté (PSTN). 
• Implanter un serveur de localisation dont le rôle est d'aider à router les 
messages SIP jusqu'à leurs destinations finales, dans le cas par exemple où 
des adresses privées ou des pare feu (firewalls) sont utilisés. 
• Développer une interface entre les deux protocoles concurrents SIP et H323 
pour rendre l'interopérabilité possible. 
• Dans le but d'avoir une bonne performance et une meilleure qualité de service 
de la transmission et de la réception voix et vidéo sur des réseaux larges ou des 
réseaux métropolitains, il est important de penser à intégrer le protocole de 
réservation de ressource RSVP avec les protocoles SIP, RTP et RTCP. 
• Un autre point concerne aussi la sécurité et l'authentification des messages. SIP 
permet d'échanger des messages confidentiels. Pour pallier à ce problème SIP 
possède des mécanismes de cryptages. Le cryptage de bout en bout du 
message SIP et de certains champs d'en-tête sensibles aux attaques, le 
cryptage au saut par saut pour empêcher les pirates de connaître les 
participants à la session et le cryptage de l'en-tête Via pour dissimuler le chemin 
emprunter par les messages. SIP possède aussi des mécanismes 
d'authentifications des messages pour empêcher tout intrus indésirable de 
modifier et de retransmettre les message SIP. Les mécanismes 
d'authentifications utilisés par le protocole http peuvent aussi être utilisé par 
SIP. 
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