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Diplomsko delo opisuje telekomunikacije v času naravnih nesreč. Razložen je pomen 
telekomunikacijskih omrežij in storitev kot element v kritični infrastrukturi. 
Raziskal sem, kakšne so bile težave pri nas in v tujini ter kaj so se iz večjih naravnih nesreč 
naučili naši pristojni organi, operaterji in vsi ostali zadolženi za delovanje 
telekomunikacijskih storitev.  
Zbral sem načine in predloge za izboljšanje telekomunikacijskih omrežij, da bi se v primeru 
novih naravnih nesreč zagotavljalo čim krajše telekomunikacijske prekinitve in čim bolj 
kvalitetne storitve. 
Na koncu sem še napisal sklepni del in nekaj ugotovitev na to temo. 
 







































This thesis describes telecommunications during the time of natural disaster. The role of 
telecommunication networks and services as an element of critical infrastructure is explained. 
I have researched what were and are the problems in our country and abroad and what have 
our competent authorities, operators and everyone responsible for operation of 
telecommunication services, learned from large scale natural disasters.  
I gathered ways and suggestions about improvement on telecommunication network to ensure 
the lowest possible interruptions and to provide best quality telecommunication services in 
case of new natural disasters. 
In the end I wrote final part and some conclusions regarding this thesis. 
 















































V Sloveniji je samo v zadnjih dobrih dveh letih zabeleženih 36 vremenskih dogodkov, kot so 
poplave, suše, obilne padavine, temperaturni ekstremi ipd..[15] Februarja leta 2014 pa je 
Slovenijo prizadel žled, ki se v takšni hudi meri pojavi na približno 50 let. Poplave in žled sta 
povzročila večjo škodo v državi in med drugim na telekomunikacijskih povezavah ter 
storitvah. 
V času večje naravne nesreče pri nas se je veliko ljudi s področja telekomunikacij trudilo 
zagotoviti čim manjše prekinitve telekomunikacijskih storitev, čim bolj kvalitetne storitve ter 
čim večjo komunikacijsko dostopnost predvsem od najbolj ogroženih do služb za zaščito in 
reševanje. Pomembno pa je bilo tudi zagotavljanje telekomunikacijskih storitev za podporo 
obratovanja energetskih sistemov in drugih ključnih elementov kritične infrastrukture. 
Po svetu se večje naravne nesreče dogajajo na letni ravni in imajo lahko hude posledice na 
telekomunikacijski infrastrukturi. Z odpravo posledic in preprečevanjem novih težav se 
pristojni ukvarjajo različno, predvsem glede na zahteve in potrebe kritične infrastrukture ter 
geografske lege.  
V Sloveniji je pri poplavah težava predvsem v nižinskem delu, kjer voda fizično poplavi 
transformatorske postaje in prekine delovanje električnega napajanja elementom v 
telekomunikacijskem sistemu. Glavna težava pri žledolomu na telekomunikacijskem sistemu 
na prostem pa je zamrznitev povezave in ob določenem času, ali vetru ali pa porušenem 
drevju, ki pade na povezavo sledi fizična prekinitev. Težave predstavljajo tudi porušeni 
daljnovodi, po katerih potekajo optične povezave, ali pa zopet prekinitev električne energije, 
ki je ključna za delovanje telekomunikacijskih storitev. 
Pojav žledu februarja leta 2014 je pri nas povzročil največjo škodo na telekomunikacijski 
infrastrukturi do sedaj in je tudi pokazal, kako pomemben element kritične infrastrukture je. 
Izkazalo se je, kako pomembno je, da se celoten telekomunikacijski sistem načrtuje na vseh 
ravneh, na infrastrukturni, transportni kot tudi na storitveni ravni. Izrednega pomena v času 




























2. Telekomunikacije in kritična infrastruktura 
2.1 Kaj je to kritična infrastruktura? 
 
Zavedati se je potrebno, da se pojmovanje kritične infrastrukture s časom spreminja in da ne 
obstaja splošna definicija, ki jo uveljavljajo vse države sveta, ampak si jo vsaka država 
predstavlja po svoje predvsem zato, ker je kritičnost v vsaki državi drugačna. 
Definicija kritične infrastrukture vlade RS se glasi: Kritična infrastruktura državnega pomena 
v Republiki Sloveniji obsega tiste zmogljivosti in storitve, ki so ključnega pomena za državo 
in bi prekinitev njihovega delovanja ali njihovo uničenje pomembno vplivalo in imelo resne 
posledice na nacionalno varnost, gospodarstvo, ključne družbene funkcije, zdravje, varnost in 
zaščito ter družbeno blaginjo. [25] 
Direktiva Sveta Evropske unije o ugotavljanju in določanju evropske kritične infrastrukture 
ter o oceni potrebe za izboljšanje njene zaščite št. 114/2008/ES narekuje državam članicam 
njeno izvajanje oziroma sprejem predpisov, potrebnih za uskladitev z njenimi določbami. Za 
izvedbo navedene zahteve je bila na Ministrstvu za obrambo, ki je bilo odgovorno za 
implementacijo, ob usmerjanju Medresorske koordinacijske skupine za usklajevanje priprav 
za zaščito kritične infrastrukture pripravljena Uredba o evropski kritični infrastrukturi. V 
začetku leta 2014 so bile sprejete spremembe in dopolnitve osnovnih in sektorskih kriterijev 
kritičnosti za določanje kritične infrastrukture državnega pomena v Republiki Sloveniji, ki 
spreminjajo/dopolnjujejo Sklep Vlade RS št. 800200-1/2012/5, z dne 17.10.2012. [25] 
Slovenija se s predmetom kritična infrastruktura ukvarja od leta 2006 naprej.  
Po prioritetah delovanja, oziroma neposrednem vplivu na delovanje drugih sektorjev, je 
kritična infrastruktura v Sloveniji razvrščena po naslednjem prioritetnem vrstnem redu: 
     - Zagotavljanje električne energije; 
     - Informacijsko komunikacijska podpora; 
     - Preskrba s pitno vodo; 
     - Preskrba s hrano; 
     - Zagotavljanje zdravstvene oskrbe; 
     - Preskrba z naftnimi derivati; 
     - Zagotavljanje železniškega prometa; 
     - Zagotavljanje letalskega prometa; 
     - Delovanje pristaniške dejavnosti; 
     - Preskrba s plinom; 
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     - Delovanje plačilnega prometa; 
     - Zagotavljanje oskrbe z gotovino; 
     - Delovanje državnega proračuna; 
     - Varovanje zdravega okolja. [4] 
 
Pojmovanje kritične infrastrukture se je skozi čas spremenilo zaradi razvoja tehnologije in 
vzpona terorizma kot globalno pomembne grožnje varnosti. Nekoč se je med kritično 
infrastrukturo uvrščalo tiste infrastrukture, katerih daljše motnje bi lahko povzročilo večje 
vojaške in ekonomske posledice, na katerih temelji sodobni način življenja. 
Sem sodijo predvsem transportni sistemi (cestni, zračni, pomorski in železniški), 
telekomunikacijski in informacijski sistemi, elektroenergetski sistemi (elektrika, nafta, plin), 
finančni in bančni sistemi, sistemi preskrbe z vodo, sistemi preskrbe s hrano itd. Nekatere 
države pod kritično infrastrukturo uvrščajo tudi državne institucije, reševalne službe (vključno 
z javnim zdravstvom), kemično industrijo in celo nacionalne spomenike itd. 
Zaščita kritične infrastrukture obsega aktivnosti za zaščito kritične infrastrukture pred 
potencialnimi in dejanskimi grožnjami. Zaščita kritične infrastrukture tako zajema koncepte, 
politike, strategije, pripravljenost v smeri preprečevanja destabiliziranja in odzivanje na 
destabilizacijske pojave pri delovanju mrež oziroma sistemov kritičnih infrastruktur (motnje, 
nesreče, napadi itd.). Zaščito kritične infrastrukture lahko opazujemo na več nivojih: v okviru 
infrastrukturnega sektorja, na nacionalni ravni (vsi sektorji skupaj s perspektive sistema 
sistemov) in na mednarodni ravni (npr. v EU). Primarni cilj zaščite je preprečiti nastanek 
motenj, ali jih odpraviti, ko se pojavijo. Mnogokrat pa se tudi govori o celovitem pristopu k 
zaščiti kritične infrastrukture, kar predvsem pomeni, da morajo države razviti integralen med-
sektorski in med-organizacijski pristop (npr. javno-zasebno partnerstvo). [12] 
Temeljne strukture v kritični infrastrukturi je na začetku opravljala država, sedaj je vse več 
privatizacije. Ko pride do škode na kritični infrastrukturi, je praktično nemogoče izračunati 
oziroma oceniti indirektno škodo. Večja pa kot je škoda ali potencialna škoda, bolj je 
infrastruktura kritična. 






2.2  Soodvisnost med elementi kritične infrastrukture 
 
Sektorji so med seboj funkcionalno soodvisni, kar pomeni, da je funkcionalnost enega 
sektorja ali sistema odvisna od funkcionalnosti drugih. Motnje v enem sektorju lahko 
povzročijo motnje v drugih sektorjih. 
Obstaja dokaj velika centralnost elektroenergetskega sektorja, saj so vsi drugi sektorji odvisni 
od električne energije. Zadnje večje zatemnitve po Evropi so povzročile motnje denimo v 
delovanju mobilne telefonije, ne pa tudi stacionarne telefonije. Za primer naraščajoče 
soodvisnosti pa lahko vzamemo vse večjo odvisnost kritičnih infrastruktur od informacijskih 
in komunikacijskih sistemov. To soodvisnost lahko razumemo tudi v negativnem smislu, saj 
bi se funkcionalne motnje iz enega sektorja ali sistema lahko hitro prenesle na druge. 
 
 




Obstaja več splošnih kategorij soodvisnosti: 
     - fizična soodvisnost (npr. materialni izhod ene infrastrukture se uporablja na vhodni strani 
druge infrastrukture), 
     - kibernetska soodvisnost (npr. infrastrukture so odvisne od informacij, ki prihajajo po 
informacijski infrastrukturi), 
     - geografska soodvisnost (npr. infrastrukture se nahajajo na skupnem prostoru), 
     - logične soodvisnosti (npr. infrastrukture so povezane preko finančnih trgov). [12] 
 
2.3 KTI kot element kritične infrastrukture 
 
Informacijsko komunikacijska tehnologija je na začetku svojega obstoja uporabljena le kot 
medij. Nato je bila vstavljena v proizvodnjo in spremenila je organizacijo društvenega sistema 
in držav. Danes je eden najbolj pomembnih elementov kritične infrastrukture, brez katerega 
ne gre, in zato ni čudno, da se v primeru vojne najprej cilja strateško pomembne 
komunikacijske točke. 
Pri identifikaciji kritične infrastrukture državnega pomena na področju elektronskih 
komunikacij se je smiselno vprašati, katere storitve so ključnega pomena za delovanje države? 
Katere storitve elektronskih komunikacij na primer podpirajo funkcionalnost energetske in 
prometne kritične infrastrukture? Ugotovimo, da skoraj ni storitve, brez katere bi lahko 
omenjena sektorja nemoteno delovala. Storitve elektronskih komunikacij so tako pomembne 
podporne funkcije, da njihovo nedelovanje ali omejena/pomanjkljiva funkcionalnost resno 
vpliva tako na vsakdanje življenje posameznika, procese v gospodarstvu, na nacionalno 
varnost, posledično pa na delovanje države in njen ugled v svetu. 
Izpostaviti je potrebno tudi problem visokih stroškov, ki jih povzroči zagotavljanje sistema 
upravljanja neprekinjenega poslovanja, torej zagotavljanje celovitosti omrežja. To breme 




Za sektor, ki zagotavlja informacijsko in komunikacijsko podporo, je kriterij kritičnosti 
določen s trajanjem nedelovanja storitev. Ko se z analizo ugotovi, da nedelovanje elektronske 
komunikacijske opreme, omrežja ali storitve, ki podpirajo ključne funkcije v državi, in ki se 
nanašajo na zagotavljanje oziroma delovanje enega od sektorjev kritične infrastrukture 
oziroma delovanje podpore za več kot 6 oziroma 24 ur, je potrebno sprejeti vse potrebne 
ukrepe, ki bi to pomanjkljivost odpravili. Na podlagi tega kriterija je možno določiti obseg in 
elemente kritične infrastrukture elektronskih komunikacij. 
Informacijsko komunikacijska podpora se po pomembnosti v kritični infrastrukturi pojavi na 
drugem mestu, takoj za zagotavljanjem električne energije. Da je zagotavljanje električne 
energije prva prioriteta kritičnosti, je samoumevno, saj je tako kot delovanje ostalih sektorjev 
tudi delovanje elektronskih komunikacij močno odvisno od razpoložljivosti električne 
energije. 
Zakon o elektronskih komunikacijah v prvem odstavku 83. člena operaterjem nalaga, da 
morajo v primeru izjemnih stanj zagotavljati nemoteno delovanje tistih delov omrežja, ki so 
nujni za nemoteno delovanje omrežij nosilcev varnostnega in obrambnega sistema ter sistema 
zaščite in reševanja. Za čim krajše izpade teh omrežij morajo operaterji po potrebi predvideti 
tudi nadomestne poti. S tem namenom morajo svoje ukrepe predhodno uskladiti z nosilci 
varnostnega in obrambnega sistema zaščite in reševanja.  
Izjemna stanja za potrebe zakona o elektronskih komunikacijah so vojno ali izredno stanje, 
stanje nastalo zaradi naravnih ali drugih nesreč ter katastrofalni izpad omrežja. Agencija za 
komunikacijska omrežja in storitve RS kot nadzornik nad izvajanjem 84. člena zakona, ki 
ureja razpoložljivost javno dostopnih storitev preverja, ali izvajalci javno dostopnih 
telefonskih storitev sprejmejo ustrezne tehnične in organizacijske ukrepe, ki omogočajo, da so 
njihove dejavnosti v primeru izjemnih stanj čim manj motene. Z ukrepi, ki jih sprejmejo, 
morajo zagotoviti razpoložljivost javno dostopnih telefonskih storitev v najkrajšem času in 
zlasti neprekinjen dostop in uporabo številke za klice v sili 112, številke policije 113 in enotne 
evropske številke za prijavo pogrešanih otrok 116 000. Neprekinjen dostop do številk za klic 
v sili (112, 113 in 116 000) je zahteva ZEKom-1, ki pa je v primeru večjih razsežnosti 
praktično neizvedljiva.  
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Navedena zakonska določba je spodbudila Agencijo za komunikacijska omrežja in storitve 
RS k pogovoru z operaterji in analizi njihovih izkušenj pri spopadu s posledicami žleda v 
februarju leta 2014. Agencija je dala pobudo za bolj formalizirano neformalno povezovanje 
operaterjev mobilnih javnih komunikacijskih storitev v primeru naravnih nesreč večjih 
razsežnosti. K povezovanju je pritegnjena tudi Uprava RS za zaščito in reševanje  (URSZR), 
še posebej zaradi dejstva, da je bilo v konkretnem primeru močno prizadeto tudi delovanje 
storitve klica v sili na 112. Pod okriljem URSZR je sedaj v nastajanju Načrt za sodelovanje 
operaterjev pri zagotavljanju TK storitev (predvsem storitve klica v sili - 112) v primeru 
izjemnih stanj. Osnovni cilj je poiskati skupne rešitve glede učinkovitih mehanizmov 
medsebojne pomoči (državne in medoperaterske) pri vnovičnem čim hitrejšem vzpostavljanju 
storitve za klic v sili v primeru izpada zaradi izjemnih stanj. 
Ob določanju in implementaciji ukrepov zavarovanja kritične infrastrukture na področju 
elektronskih komunikacij se postavlja vprašanje iskanja optimalnega razmerja med stroški in 
zahtevami; in ne nazadnje, če, in v kolikšnem obsegu, naj to breme prevzamejo operaterji. 
[13] 
2.3.1 Kritične točke internetnega omrežja v primeru žledoloma 
februarja leta 2014 
 
Težave so se večinoma pojavljale na uporabniškem (končnem) in dostopovnem delu 
komunikacijskih omrežij (bazne postaje, uničenje antenskih oddajnikov, težave z napajanjem 
in uničenje optičnih povezav). Na jedrnem omrežju je bilo manj težav predvsem zaradi 



























3. Telekomunikacije v primeru naravnih nesreč 
3.1 Definicija naravne nesreče 
 
Naravna katastrofa oziroma nesreča je neželen dogodek, ki se zgodi zaradi naravnih aktivnosti 
Zemlje (npr. poplave, potresi, vulkanski izbruhi, orkani in drugi geološki pojavi). Naravna 
nesreča lahko povzroči hude posledice na človeško skupnost na prizadetem območju. 
Splošno sprejete definicije naravne katastrofe ni. Najbolj osnoven pogoj za opredelitev 
nekega pojava kot naravno katastrofo je, da povzroči hudo motnjo v človeški skupnosti. 
Organizacija združenih narodov opredeljuje naravno katastrofo kot pojav, ki presega 
zmožnosti skupnosti za odpravo njegovih posledic. Bolj natančna je definicija solidarnostnega 
sklada Evropske unije, ki pravi, da je huda naravna katastrofa tista, ki povzroči v državi za 
več kot 3 milijarde evrov ali več kot 0,6 % bruto domačega proizvoda škode. 
Definicija naravne katastrofe vključuje človeka, zato niso vsi naravni pojavi tudi naravne 
katastrofe oziroma nesreče. Na primer hud orkan, ki se razdivja nad nenaseljenim oceanom ni 
naravna katastrofa, medtem ko pa je bil naravna katastrofa orkan Katrina, ki je leta 2005 
prizadel ameriško mesto New Orleans. 
Po definiciji Rdečega križa delimo naravne katastrofe na hidrometeorološke in geofizikalne. 
V prvi skupini so plazovi, poplave, suše, temperaturni ekstremi, požari, viharji in podobno, v 
drugi pa potresi in ognjeniški izbruhi. 
Glede na to, da osnovna definicija navaja samo hudo motnjo v človeški skupnosti, je lahko 
kot naravna katastrofa opredeljen tudi pojav, ki ne povzroči neposredne fizične škode. Primer 
je orkan, ki se iznad oceana bliža obalnem mestu in oblasti zaradi njega evakuirajo celotno 
obalno območje, nato pa spremeni smer in se izogne naseljenim delom obale. 
Druge bistvene značilnosti naravnih katastrof so, da jih ni moč predvideti ali preprečiti. Za 
nekatera naravna tveganja sicer poznamo opozorilna znamenja, vendar ta niso povsem 
zanesljiva in po navadi ne dajo dovolj časa za pripravo ali beg. Pogosto je pojav, ki povzroči 
naravno katastrofo, kratkotrajen (nekaj sekund do nekaj ur), odprava posledic pa lahko traja 





3.2 Kaj se zgodi s telekomunikacijskem omrežjem v primeru naravne 
nesreče? 
 
Med naravnimi nesrečami telekomunikacijska infrastruktura odpove skozi različne 
mehanizme. Raziskovanje komunikacij med večjimi naravnimi nesrečami v urbanih okoljih je 
odkrilo tri primarne kategorije vzrokov prekinitev in težav s kvaliteto storitev: 
     1. Fizično uničenje omrežnih elementov 
     2. Motnje v podporni omrežni infrastrukturi 
     3. Omrežna zasičenost 
3.2.1 Fizično uničenje omrežnih elementov 
Najbolj pogost in dobro dokumentiran vzrok telekomunikacijskih odpovedi in prekinitev je 
fizično uničenje omrežnih elementov oziroma telekomunikacijske infrastrukture. Zaradi časa 
in denarja potrebnega za obnovo in nadomestitev sistemov, so prekinitve storitev povzročene 
zaradi fizičnega uničenja pogosto hujše in trajajo dlje kot tiste, ki so povzročene zaradi izpada 
ali nasičenja. Telefonski sistem je ''eden najbolj zakompliciranih strojev, ki ga je zgradil 
človek'' in v zgodovini se je pokazalo, da je izredno ranljiv pred fizičnem uničenjem med 
naravnimi nesrečami. Potresi in močni vremenski pojavi (vetrovi, orkani ipd.) lahko 
povzročijo prekinitve kablov in poplave prekinitve zemeljske opreme. Zgodovinsko 
telekomunikacijski sistemi niso imeli visok nivo redundance. Telefonsko omrežje kot primer 
lahko uporablja strukturo, kjer uničenje enega elementa povzroči izpad v celotni soseski 
istočasno. Urbana naselja in mesta se redkokdaj izognejo vsaj minimalni fizični škodi v 
telefonskem omrežju med naravnimi nesrečami.  
 
Slika 3.1: zaradi orkana poškodovana SCADA antena (Wi-Fi) [26] 
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3.2.2 Motnje v podporni omrežni infrastrukturi 
 
Čeprav manj pogoste, kot prekinitve zaradi fizičnih poškodb, so prekinitve povzročene zaradi 
motenj v podporni infrastrukturi po navadi bolj razširjene in uničujoče za  odgovorne 
reševalne in zaščitne službe in vse tiste, ki se morajo hitro odzvati, reagirati in za potrebe čim 
hitrejšega popravila škode. 
Telekomunikacijska omrežja so odvisna in se zanašajo na veliko lokalnih in regionalnih 
tehničnih sistemov za zagotavljanje pravilnega delovanja. Veliko podporne infrastrukture je 
precej zastarele in nima dovolj odpornosti na fizično škodo. Električna distribucija je daleč 
najbolj pomembna podporna infrastruktura za telekomunikacijska omrežja. Električna 
energija je potrebna za delovanje vse moderne telekomunikacijske opreme, velikokrat v veliki 
meri. Elektro distributerji imajo še vedno precej težav pri hitrih ''samo popravilnih'' 
zmožnostih v primeru večjih naravnih nesreč, čeprav je s časom opaziti napredek (predvsem, 
ko naravna nesreča prizadene kraj, kjer v sodobnem času in tehnologiji česa takega še ni 
izkusil, in s to novo izkušnjo izboljšajo na primer postavitev ali pa zaščito električnih 
napajalnikov, transformatorjev ipd.). 
Čeprav električna energija ostaja najbolj pomemben člen podporne infrastrukture za 
telekomunikacijska omrežja in naprave, pa so zelo pomembne tudi naprave za ohlajanje 
telekomunikacijske opreme in lahko odpovejo neodvisno od električne energije. 
Pokazalo se je, da ena najstarejših tehnologij za telekomunikacije, amaterska radio 
komunikacija, ostaja edina telekomunikacijska infrastruktura, ki je pokazala svoje sposobnosti 
oziroma zmožnosti učinkovitega delovanja, ko električna napajanja odpovejo. Po večjih 
naravnih nesrečah amaterske radio ekipe sodelujejo z oblastmi in službami za zaščito in 
reševanje, da vzpostavijo osnovno kritično komunikacijo. 
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Slika 3.2: zaradi močne nevihte poškodovani električni vodi [27] 
 
3.2.3 Omrežna zasičenost 
 
Zadnji velik vzrok telekomunikacijskih prekinitev med naravnimi nesrečami je omrežno 
zasičenje ali preobremenjenost. Krizno stanje povzroči intenzivno človeško potrebo po 
komunikaciji za: koordiniranje odzivnih in reševalnih aktivnosti, sporočanje novic prizadetim 
skupinam in posameznikom, ter obveščanje širše javnosti v primeru res hude krizne situacije, 
da bi se v najkrajšem možnem času pridobila čim večja pomoč. 
V zgodovini telekomunikacij se je pokazalo, da so velike krizne situacije, kot so naravne 
nesreče, največji proizvajalec telekomunikacijskega prometa, in kot rezultat tega lahko pride 
do preobremenjenosti oziroma zasičenja tudi najbolj sposobnih in tehnološko naprednih 
telekomunikacijskih omrežij. Pod pritiskom telekomunikacijskega prometa so mnogi klici 
blokirani in SMS sporočila izgubljena. Eno izmed najhujših zasičenosti telekomunikacijskega 
omrežja se je zgodilo po potresu v mestu Northridge v ameriški zvezni državi Kalifornija, 17. 
januarja leta 1994. 
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Takoj po potresu je bilo mesto Los Angeles odrezano od sveta, saj je bilo zaradi ogromne 
odpovedi opreme, naprav, povezav ter preobremenjenosti omrežja praktično nemogoče 
poklicati na območje s telefonom. Približno 204 milijonov telefonskih klicev je bilo 
povezanih tistega dne in gre za enega največjih telekomunikacijskih dogodkov v zgodovini. 
Po takšnem dogodku oziroma izkušnji prihaja do izboljšanja telekomunikacijske strukture in 
omrežja. Podjetje AT&T je močno izboljšalo svoje operacijske zmožnosti za takšne primere. 
Prednost so dali povezavam za odhodne klice, ki so preko operaterjev na daljavo prišli do 
klicanih posameznikov, predvsem do sorodnikov tistih, ki so bili na prizadetem območju. S 
tem ni bila povzročena dodatna preobremenjenost omrežja zaradi dohodnih klicev na 
prizadeto območje. Kasneje so začeli ustvarjati različne programe kritične dostopnosti in 
prednostnega procesiranja lokalnih in oddaljenih segmentov telefonskega omrežja. 
3.2.4 Telekomunikacije med odzivom v sili 
 
Ko se enkrat hujša naravna katastrofa začne, se začnejo takojšnje aktivnosti v sili. To obdobje 
je opisano z zmogljivostmi družbe boriti se z uničenjem, zagotavljati evakuacijo in zaščititi 
ljudi pred smrtjo. Časovno obdobje kritičnega odziva v sili je po navadi kratko, v družbi 
prizadeti z velikimi posledicami naravne nesreče, le nekaj dni in v najboljšem primeru  nekaj 
tednov, medtem ko lahko to obdobje traja več časa v družbi, ki jo je prizadela manjša naravna 
nesreča. 
3.2.5 Posledice telekomunikacijskih odpovedi in prekinitev 
 
Fizične poškodbe in škodo je težko oceniti in popraviti, električno napajanje je v veliko 
primerih moteno in zasičenje preobremeni sisteme, ki so sicer optimizirani za bolj že vnaprej 
predvidljive vzorce uporabe. Kadar so ogrožena življenja, se po navadi zgodijo najhujše 
posledice telekomunikacijskih odpovedi in prekinitev. 
Identificiramo lahko tri glavne posledice telekomunikacijskih prekinitev med naravno 
nesrečo: 
1. Paraliza uradnega odziva 
2. Zahtevno zadrževanje in preprečevanje (različnih bolezni, onesnaženja ipd.) 
3. Zakasnitev pomoči širše regije 
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V zgodovini se je pokazalo, da je še najhujša grožnja uradnim službam zasičenje omrežja. 
Med večjimi naravnimi nesrečami v moderni človeški zgodovini se je velikokrat zgodilo, da 
telekomunikacijska omrežja niso bila toliko fizično uničena, kolikor so bila zasičena in 
preobremenjena v neuporabnost. 
3.2.6 Prehod v obnovo in popravilo 
 
Faza kritičnega odziva v sili se konča, ko se končajo operacije in akcije iskanja ter reševanja 
ljudi in ko se očistijo glavne ulice prizadetega mesta oziroma kraja. Priročnik civilne zaščite 
je že več kot 50 let nazaj narekoval, da morajo v naprej načrtovanje pripraviti ekipe za odziv v 
sili do te mere, da lahko delujejo čim bolj učinkovito z minimalnim nadzorom s strani glavnih 
kontrolnih centrov, saj obstaja možnost telekomunikacijske odpovedi in s tem komunikacije z 
njimi. Vsaka reševalna operacijska baza bi morala imeti telefon in radio-komunikacijo z 
odgovornim za cestno konstrukcijo in mostove, ki se nahaja v glavnem kontrolnem centru. 
Tehnični inženir bi moral sodelovati z lokalnimi telekomunikacijskimi operaterji, da 
zagotovijo nujne komunikacije. V hudih nesrečah so lahko mnoge telekomunikacijske 
strukture uničene, zato je potrebna tudi radio-komunikacija. Medtem ko se lahko kritično delo 
čiščenja ruševin in obnove ulic ter cest za osnoven dostop izvaja s komunikacijo v živo na 
samih lokacijah, telekomunikacije zagotavljajo večjo kontrolo oziroma nadzor, natančnejše 
poročanje o trenutnem stanju in boljšo povezavo z drugimi službami za odpravo posledic 
naravnih nesreč. Za samo telekomunikacijsko infrastrukturo se prehod v naslednjo fazo, 
obnovo, običajno zgodi precej hitro. Začasna izguba delovanja ali učinkovitosti zaradi 
zasičenja omrežja v glavnem izgine, red je vzpostavljen in potreba po komunikaciji se 
zmanjša. 
3.2.7 Telekomunikacije med obnovo in popravilom 
 
Faza obnove se začne, ko se končajo vse iskalne in reševalne akcije in ko so vzpostavljene 
osnovne prevozne in komunikacijske kapacitete. V zadnjih letih so med večjimi naravnimi 
nesrečami predvsem v bolj razvitih mestih imele telekomunikacije pomembno vlogo pri 
ohranjanju normalnih socialnih in ekonomskih aktivnosti. Predvsem so pomagale na ta način, 
da so mnogi delavci začasno delali od doma, saj so bile prometne poti oziroma javna 
prevozna sredstva še vedno poškodovana.  
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Mobilni telefoni so postali nepogrešljiv tehnični izum, ki ga v moderni in razviti družbi nosi 
skoraj vsak. Med naravno nesrečo pomaga ohraniti kontakt med ljudmi in tako zagotavlja 
občutek povezljivosti in varnosti, če seveda mobilno omrežje deluje v tistem trenutku. 
Zanimivost pa je, da je ravno med nekaterimi večjimi naravnimi nesrečami poskočila prodaja 
mobilnih telefonov kot na primer leta 1989 v severni Kaliforniji, ko se je zgodil hud potres in 
se je prodaja mobilnih telefonov povečala za 43%. 
3.2.8 Telekomunikacije med rekonstrukcijo 
 
Faza rekonstrukcije se začne z vrnitvijo populacije na prizadeta območja in ekonomskimi 
aktivnostmi na nivo pred naravno nesrečo ali višji, kar se običajno zgodi v nekaj letih. 
Zamenjava in obnova telekomunikacijske infrastrukture je visoka prioriteta med to fazo in 
pripomore v veliki meri k drugim rekonstrukcijskim delom. Rekonstrukcija zemeljskega 
telekomunikacijskega omrežja je lahko dolgotrajna in zelo draga, medtem ko brezžična (Wi-
Fi) tehnologija zagotavlja hitrejšo in bolj fleksibilno možnost za rekonstrukcijo 
telekomunikacijskega omrežja (danes 4G LTE). [1] Razlogi za to: 
 Priročnost: brezžična svoboda uporabnikom omogoča uporabo omrežnih sredstev iz 
katerekoli lokacije pokrite s signalom. 
 Prenosnost: s pojavom javnih brezžičnih omrežij lahko uporabniki do interneta dostopajo 
tudi izven njihovega delovnega okolja. 
 Storilnost: z uporabo osebnih organizatorjev ali drugih digitalnih naprav je lahko 
uporabnik ves čas povezan na internet. 
 Postavitev: namestitev omrežja zahteva le malo več od dostopne točke, za razliko od 
klasičnih omrežij, ki za delovanje na vseh lokacijah potrebujejo žice. 
 Razširljivost: dodajanje novih uporabnikov ne zahteva nobene dodatne strojne opreme, 
vse dokler je uporabnik v dosegu signala. 
 Cena: strojna oprema potrebna za postavitev brezžičnega omrežja je le malenkost dražja 






3.3 KTI v primeru naravnih nesreč v Sloveniji 
 
V Sloveniji je samo v zadnjih dveh letih zabeleženih deset obilnejših deževnih padavin, devet 
močnejših neurij, šest vročinskih valov in obdobij, petkrat je močan veter povzročal težave, 
štirikrat je močno snežilo, večji del države pa je prizadel tudi hud žled.[15]  
V zadnjih petih letih smo v Sloveniji zabeležili tudi štiri poplave večjih razsežnosti. [5] To je 
naravni pojav, ko pride do začasnega prekritja zemljišča z vodo, ki običajno ni prekrito z njo. 
V Sloveniji je do tega prišlo zaradi izredno močnih in dolgotrajnih padavin. Težave so se 
pojavljale predvsem v nižinskem delu, kjer je bila motena ali poškodovana električna 
napeljava, kar je vplivalo tudi na telekomunikacijsko infrastrukturo. Težave pa so bile tudi 
neposredno na telekomunikacijski infrastrukturi. 
Februarja leta 2014 je skoraj celotno Sloveniji prizadel žled. To je enolična prevleka ledu, ki 
se lepi na predmete in na zemeljsko površino. Srednje močan žled se v Sloveniji pojavlja 
vsakih nekaj let, močan žled, ki povzroča veliko gospodarsko škodo, pa približno na 50 let. 
Značilen je predvsem za jugozahodno Slovenijo. [6] 
Ujma z žledom, ki je prizadela Slovenijo februarja leta 2014, je pokazala vso ranljivost 
sodobnih telekomunikacijskih sistemov. Okvare na električnih daljnovodih in 
telekomunikacijskih omrežjih ter zelo otežen oziroma na posameznih mestih onemogočen 
dostop do izpostavljenih telekomunikacijskih objektov so bili glavni vzroki izpada javne 
mobilne telefonije na širših območjih. Zraven prištejemo še izpade fiksnih telefonskih IP-
priključkov, ki za svoje delovanje potrebujejo električno energijo in rezultat vsega tega je, da 
je v prvem obdobju trajanja te ujme veliko ljudi ostalo brez telekomunikacijskih povezav in s 
tem brez možnosti klica v sili na 112. Obseg in teža posledic ujme sta presegala zmožnosti 
operaterjev za hitro ponovno vzpostavitev delovanja njihovih omrežij na najbolj prizadetih 
območjih. Z medsebojno pomočjo ter ob pomoči sil za zaščito, reševanje in pomoč, bi bile 
težave veliko hitreje odpravljene oziroma bi bilo lahko vzpostavljeno vsaj delovanje številke 
za klic v sili 112.  
Največji problemi so bili z zagotavljanjem električne energije, saj se je pod težo žledu 
porušila večina nadzemnih električnih vodov. Težave so bile zaradi pomanjkanja električnih 
agregatov, zato so v Štabu Civilne zaščite Republike Slovenije v sodelovanju z distributerji 
električne energije naredili načrt prednostne preskrbe z električno energijo. 
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Vanj so na pobudo Telekoma Slovenije že v ponedeljek, 3.2.2014, vključili 36 
telekomunikacijskih objektov, od tega pet v prvo prioriteto. Na vseh telekomunikacijskih 
objektih v upravljanju Uprave RS za zaščito in reševanje ter Službe za informatiko in 
komunikacije Ministrstva za obrambo je bilo s strani Štaba Civilne zaščite RS zagotovljeno 
napajanje iz električnih agregatov, na katere so bili priključeni tudi operaterji javnih 
telekomunikacijskih storitev. Kadar so vremenske razmere dopuščale, so bili omogočeni tudi 
helikopterski prevozi agregatov na ključne telekomunikacijske objekte, ki niso bili dostopni 
oziroma je bil dostop prenevaren. Omogočena je bila tudi preskrba z agregati z gorivom. [16] 
3.3.1 Optično omrežje med žledom februarja leta 2014 
 
Največja težava se je pojavljala na optičnih povezavah, ki so izvedena na daljnovodih 
večinoma v strelovodni vrvi (OPGW - Optical Power Ground Wire). V Sloveniji imamo nekaj 
tisoč kilometrov optičnih povezav v tej tehnologiji. 
 
 
Slika 3.4: optična povezava v strelovodni vrvi (OPGW) [30] 
Prednost optičnega omrežja v tej tehnologiji je lažja dostopnost in s tem vzdrževanje, za 
polovico daljši življenjski čas kot pri optičnih povezavah pod zemljo ter sami stroški 
postavljanja optike na ta način, in vzdrževanje je večkrat cenejše. 
Glavna težava optičnih povezav je bila, da niso ogrevane tako kot tokovodniki, zato se je žled 
hitreje prijel na te optične povezave in jih uničil. Druga težava pa je bila, da so ob porušenju 
daljnovodov padle tudi optične povezave, ki so potekale po njih. Težavo je predstavljalo tudi 




Slika 3.5: popolnoma uničen daljnovod na Notranjskem [28] 
Veliko optičnih povezav v Sloveniji poteka po napeljavah železniške infrastrukture, ki je bila 
močno prizadeta predvsem na območju Notranjske. S tem je bilo tudi tam prekinjeno veliko 
optičnih povezav. 
.  




Slika 3.7: nadzorni center telekomunikacijskega operaterja pri nas, ki je imel optične 
prekinitve, ki jih ni bilo mogoče premostiti po drugih povezavah in so bile popolnoma 
prekinjene (obarvano z rdečo barvo) [30] 
Takoj po žledu so telekomunikacijski operaterji in elektro distributerji, ki so imeli optične 
povezave speljane nad zemljo (OPGW), poskušali začasno preusmeriti svoje storitve na 
optične povezave pod zemljo, na svoje alternativne oziroma podvojene (zaščitne) optične 
povezave ali pa na povezave drugih operaterjev, v kolikor so imeli dovolj razpoložljivih 
kapacitet. Ekipe za popravilo so se odzvale v najkrajšem možnem času, prioriteta je bila čim 
hitreje popraviti povezave, ki se jih je dalo, da bi delovale začasno, veliko optičnih povezav je 
delovalo začasno kar na zemlji ob poškodovanih daljnovodih in porušenem drevju. 
 
Slika 3.8: porušeno drevje otežuje dostop [31] 
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Sanacija odprav poškodb žledoloma na daljnovodnem in tudi optičnem omrežju je trajala 
nekaj mesecev. [17] 
 
3.3.2 Mobilna omrežja v primeru naravnih nesreč 
 
Ob izrednih razmerah, kot so naravne nesreče, imajo mobilna omrežja vse bolj pomembno 
vlogo.  
Tehnologijo GSM nadomeščata tehnologiji UMTS in LTE. Na mobilna omrežja se poleg 
govora seli tudi velik del podatkovnega prometa, zato je delovanje mobilnih omrežij med 
naravnimi nesrečami še bolj pomembno. Tetra in podobni zasebni sistemi so namenjeni 
predvsem za govor in ne omogočajo visoko pretočnih storitev. 
Osnovni gradnik mobilnih omrežij, ki zagotavlja radijsko pokrivanje, so bazne postaje. Te so 
s prenosnimi sistemi povezane z jedrnim omrežjem. Na lokaciji bazne postaje so antene in 
radijska oprema, ki zagotavljajo radijsko pokrivanje z omrežji GSM, UMTS in LTE na 
različnih frekvenčnih pasovih. Usmerjene antene razdelijo pokrivanje v več sektorjev. 
Sodobna tehnologija omogoča, da ista radijska glava s sprejemniki in oddajniki deluje na 
dveh tehnologijah in dveh frekvenčnih pasovih, pogosto GSM in LTE na pasovih 900 in 1800 
MHz, GSM in UMTS na pasu 900 MHz ter kmalu UMTS in LTE na frekvenčnem pasu 2100 
MHz. Radijske glave so pogosto postavljene ob antenah, saj se s tem izognemo slabljenju v 
koaksialnih kablih. Izpad ene radijske glave samo zmanjša pokrivanje v eni celici, saj večino 








3.3.3 Kritične točke mobilnega omrežja med žledom 
 
 
Slika 3.9: GSM mobilno omrežje in kritične točke med žledom [37] 
 
Glede na težave, ki so jih imeli nekateri uporabniki in operaterji v času ujme z žledom, lahko 
definiramo kritične točke mobilnega GSM omrežja: 
1. Mobilni terminal oziroma mobilni telefon: danes je globalno približno 2.6 milijarde 
naročnikov, ki uporabljajo pametni telefon. To pomeni, da prevladuje uporaba 
pametnih telefonov med mobilnimi telefoni, številka pa še raste, leta 2020 naj bi bilo 
uporabnikov čez 6 milijard in takrat bojo pametni telefoni prerasli tudi število 
stacionarnih telefonov [24]. Težavi med žledom sta bili dve, prva je bila ta, da imajo 
pametni telefoni večinoma slabo avtonomijo baterije, ob redni uporabi največ dan ali 
dva, kar pa je zelo neugodno predvsem za tiste, ki so med žledom čakali na pomoč na 
oddaljenih domovih. Druga težava pa je bila v tem, da veliko uporabnikov ni moglo 
napolniti svojih telefonov, zaradi izpada električne energije. 
30 
2. Bazna postaja: samo v mobilnem omrežju Telekom Slovenije je istočasno izpadlo 200 
baznih postaj, večinoma zaradi izpada napajanja, kar je bila tudi glavna težava na 
baznih postajah. To pa je povzročilo drugo težavo, preobremenjenost na delujočih 
baznih postajah in prvi ukrep je bil dvig prepustnosti na njih. Proizvajalec opreme 
Ericsson je dovolil, da so lahko izklopili vse licenčne omejitve, kot so število sočasnih 
zvez in moči oddajnikov. Ekipe na terenu so intenzivno odpravljale napake ter 
opremile veliko lokacij z agregati. Poleg ukrepov na omrežju so operaterji na 
prizadetem območju pomagali s SIM karticami, kjer je pokrivalo samo eno omrežje. 
[18] 
3. Povezava med bazno postajo (BTS) in kontrolo bazne postaje (BSC) gre preko Abis 
vmesnika, običajno T1 povezava v optičnem kablu, na katerih je prihajalo do 
prekinitev, kjer so bile izvedene nad zemeljsko. 
4. Povezava med kontrolo bazne postaje (BSC) in centrom za mobilno usmerjanje 
(MSC) običajno T1 ali E1 TDM povezava v optičnem kablu, na katerih je prihajalo do 
prekinitev, kot je že zgoraj omenjeno. 
Do težav je, kot je razvidno iz slike, prihajalo na bolj zunanjih točkah mobilnega omrežja, 
torej na končnih točkah ter povezavah. Oprema, ki je nameščena v bolje opremljenih stavbah 
in prostorih ter predvsem v bolj urbani okolici, je zelo malo izpostavljena nevarnosti, kot je 
bil žled leta 2014. V takšnih prostorih je običajno zagotovljen alternativni način napajanja, 
pomožni sistemi, tehniki imajo hitrejši dostop. 
3.3.4 Težave na stacionarni telefoniji 
 
V času žledoloma so v Regijskem centru za obveščanje Postojna prejeli 453 klicev na 112 iz 
klasičnih analognih in ISDN telefonov ter 77 klicev iz telefonov IP iz omrežja Telekoma 
Slovenije, ki ima 27,7% tržnega deleža na govornem delu v telefoniji IP. Sklep je, da je skoraj 
šestkrat več klicev iz klasičnih in ISDN telefonov posledica nedelovanja velikega števila 
telefonov IP zaradi izpada električne energije, težava pa je tudi sam izpad interneta zaradi 






Slika 3.10: IP telefonija z uporabo klasičnih telefonov in delovanje/nedelovanje od izpadu 
električne energije in optičnih prekinitev 
3.3.5 Delovanje radioamaterjev med žledom 
 
Radijske zveze so pomemben način komunikacije med izrednimi razmerami kot so naravne 
nesreče, saj lahko delujejo ko odpovejo druga telekomunikacijska omrežja zaradi 
žičnih/optičnih prekinitev, izpadov električnega omrežja, drugih tehničnih težav ali 
preobremenitev. Radioamaterska radio zveza omogoča hitro, skupinsko komunikacijo in je 
dovolj robustna, da deluje tudi v izrednih razmerah. Radioamaterji v Sloveniji so usposobljeni 
za rokovanje z radijskimi postajami, sami znajo narediti antene, redno skrbijo za akumulatorje 
in ostale vire rezervnega napajanja (večina radio opreme lahko deluje na avtomobilski 
akumulator). Večina radioamaterjev ima prenosno radijsko opremo, katero lahko priključijo v 
vozilu in z njo vzpostavijo zvezo. Lokalne zveze vzpostavljajo vsakodnevno in vedo, kdo jih 
sliši in kdo ne. Prisotni so v vsaki občini in se med seboj poznajo. 
Ko je Agencija RS za okolje v nedeljo, 2. februarja 2014, napovedala rdeči alarm zaradi 
vremenski razmer, so bili marsikateri radioamaterji v pripravljenosti na aktiviranje ARON 
omrežja (Kodeks aktivnosti radioamaterjev ob nesrečah in nevarnostih [21]). Radioamaterji so 
se kot pomoč službam zaščite, reševanja in pomoči ter občanom lokalno aktivirali na območju 
Postojne, Gorenje vasi – Poljane (Sovodenj, Trebija), Lokovnica in Čepovana. 
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Delovali so na območjih, ki jih je ujma najbolj prizadela in povzročila komunikacijsko 
informacijski mrk z izpadom baznih postaj operaterjev mobilne telefonije ter nekaterih 
profesionalnih radijskih zvez. Na nekaterih območjih so lahko gasilci in ostali reševalci 
komunicirali s kombinacijo sistema ZA-RE in radioamaterskih zvez. Radioamaterji so 
pomagali tudi avstrijskim prostovoljnim gasilcem pri komunikaciji z njihovim kriznim 
štabom za posredovanje izven meja Republike Avstrije. Po grobi oceni je pri pomoči v tej 
ujmi delovalo približno 50 radioamaterjev. [22] 
3.4 KTI v primeru naravnih nesreč v tujini 
 
Število in pogostost naravnih nesreč po svetu se povečuje. V zadnjih 15 letih je bilo približno 
4.000 naravnih nesreč po svetu, slabih 800.000 ljudi je pri tem umrlo, škoda pa se šteje v 
milijardah. Največ naravnih nesreč povzročijo poplave, veliko je neviht, potem so ekstremni 
temperaturni pojavi, plazovi, potresi ipd. [7] 
Konec avgusta leta 2005 ameriško mesto New Orleans in okolico prizadel zelo močan orkan, 
ki so ga poimenovali Katrina. Povzročil je hudo razdejanje in je bil najdražja naravna nesreča 
v zgodovini Združenih držav Amerike, pri tem pa je umrlo skoraj dva tisoč ljudi. Vse kritične 
infrastrukture so bile poškodovane, med njimi celotna telekomunikacijska v Mehiškem zalivu. 
Več kot tri milijone uporabniških telefonskih linij je bilo prekinjenih v ameriški zvezni državi 
Louisiana. Mesec dni kasneje jih je bilo še vedno prekinjenih 260.000. Velika škoda je bila 
povzročena na preklopnih centrih in baznih postajah ter povezavah, ki povezujejo uporabnike 
z omrežjem. 38 klicnih centrov za številko v sili 911 je bilo uničenih. Dva usmerjevalnika 
telefonskega operaterja, ki sta bila namenjena usmerjanju klicev na številko v sili 911, sta bila 
uničena zaradi poplave, čemur je sledilo eno največjih izgub kapacitet v New Orleansu in 
okolici. 
V času te naravne nesreče približno 20 milijonov klicev ni bilo uspešnih. 37 od 41 radijskih 
postaj je bilo prekinjenih. Skoraj popolna neuporabnost telekomunikacijske infrastrukture je 
imela največje posledice na komunikacijo, omejeno komando in kontrolo, zavedanja stanja na 
prizadetem območju in nezmožnost državnih in lokalnih oblasti, da obvestijo medije o 
resnosti naravne nesreče. Dokler ni bila vzpostavljena osnovna komunikacija, so se oblasti 
zanašale na radio-komunikacijo.  
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V tej naravi nesreči so se pokazale hude luknje v telekomunikacijski infrastrukturi. Čeprav je 
vlada v letih pred to naravno nesrečo namenila milijone dolarjev v obnovo in razvoj 
telekomunikacijske infrastrukture, so lokalne oblasti slabo opravile svoje delo in namenjen 
denar, zato je veliko naprav in elementov ostalo zastarelih, med drugim pa niso plačevali 
majhne mesečne naročnine za satelitske telefone, ki zaradi tega med naravno nesrečo in po 
njej niso delovali. Zaključek tega dogodka je, da naravna nesreča take razsežnosti ima brez 
dvoma veliko nepredvidljivih posledic, vendar pa popolna izguba električne energije in 
kritičnih komunikacij ne bi smela biti eni od njih. [11] 
 
Slika 3.11: ena izmed mnogih popolnoma poškodovanih podatkovnih baznih postaj v okolici 
mesta New Orleans [32] 
12. januarja 2010 je Haiti prizadel potres, ki je zahteval vsaj 100.000 življenj. Ob popolnem 
uničenju elektroenergetske in telekomunikacijske infrastrukture je minilo več ur, preden je 
svet prvič videl uničenje na prizadetem območju. Samo pomanjkanje električne energije ni 
imelo velikega vpliva neposredno na ljudi, saj so bili vajeni pomanjkanja le-te zaradi slabo 
grajene in vzdrževane električne infrastrukture, je pa zato imelo posledice na 
telekomunikacijski infrastrukturi. Edina podmorska optična povezava, ki je povezovala Haiti 
in je prenašala glasovne ter podatkovne storitve, je bila zaradi potresa močno poškodovana.  
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Bazna postaja na kopnem, ki je povezovala podmorsko optično povezavo s 
telekomunikacijskim omrežjem, je bila uničena. Sreča v tej nesreči pa je bila, da se je veliko 
prebivalcev povezovalo na internet preko satelitskih povezav, popravilo teh pa je lažje in 
hitrejše. Več telekomunikacijskih inženirjev in ekip iz sveta, predvsem iz Evrope je bilo 
poslanih na območje, da so pomagali vzpostaviti kritično pomembno komunikacijo. Po 
nesreči se je povečala uporaba mobilnih telefonov, s tem pa so se znižali stroški 
telekomunikacijskih storitev. [8, 9] 
 
 
Slika 3.12: popolnoma uničen telekomunikacijski stolp med potresom na Haitiju [33] 
Potresu 11. marca leta 2011 vzhodno od Japonske je sledil cunami, ki je prizadel večji del 
vzhodne obale Japonske. Voda je uničila ogromno telekomunikacijske infrastrukture, 
telekomunikacijskih naprav, nadzemnih in podzemnih povezav in celotne objekte s 
telekomunikacijsko opremo. Eno izmed največjih telekomunikacijskih operaterjev na svetu po 
prihodku, podjetje NTT, je utrpelo hude poškodbe na svojem omrežju. Poškodovanih je bilo 
385 telekomunikacijskih objektov, 6.300 km nadzemnih kablov je bilo uničenih ali 
odplaknjenih, poškodovanih je bilo 90 prenosnih poti, prav tako okoli 65.000 podpornih 
stebrov za nadzemno kabelsko napeljavo. Kot rezultat tega je bilo prizadetih slabih 2 milijona 
uporabniških povezav. 
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Zaradi prav tako prizadetega elektroenergetskega omrežja je v naslednjih urah prišlo do 
izpada 29.000 baznih postaj, saj so pomožni generatorji ostajali brez goriva za delovanje. V 
prvih urah po naravni nesreči je prišlo do močnega omrežnega zasičenja, približno 90% 
fiksnih in mobilnih klicev je bilo neuspešnih. Fiksnih telefonskih klicev je bilo od 4 do 9 krat 
več kot običajno, mobilnih klicev pa kar od 50 do 60 krat več kot običajno. Približno 80% 
fiksnih in mobilnih komunikacijskih prekinitev je povzročil električni izpad, kar pove, kako 
odvisne so telekomunikacije od električne energije. V naslednjih mesecih so na Japonskem 
začeli z obnovo in nadgradnjo telekomunikacijske infrastrukture, vključili so načrte za 
zmanjšanje prekinitev telekomunikacijskih storitev v morebitnih podobnih primerih. [2] 
 
Slika 3.13: razdejanje po cunamiju na Japonskem, ki je poškodoval veliko nadzemnih in 
podzemnih telekomunikacijskih povezav in telekomunikacijskih poslopij [34] 
29. oktobra leta 2012 je severovzhodno obalo Združenih držav Amerike prizadel orkan 
Sandy. Gre za drugi po škodi najdražji orkan v zgodovini države, prizadel pa je predvsem 
mesti New Jersey in New York, kjer so telekomunikacije izredno kritičnega pomena. Orkan je 
prinesel zelo močne vetrove in poplave. V mestih in okolici je prišlo do ogromnega izpada 
električne energije in telekomunikacijskih povezav ter storitev. Približno 25% baznih postaj je 
izpadlo iz delovanja. Prav tako so bile prekinjene storitve, kot so širokopasovni internet, 
kabelska televizija in fiksna telefonija za okoli 25% uporabnikov na prizadetih območjih. Ker 
so mesta kot sta New Jersey in New York ter preostala regija zelo močno naseljena, je ta 
odstotek prekinitev vplival na veliko ljudi. 
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Zaradi močnih morskih tokov je prišlo do nekontroliranega delovanja oziroma nihanja v 
delovanju glavnega podatkovnega kabla med kontinenti v Atlantskem oceanu. Približno 10% 
omrežij v New Yorku in okolici je izpadlo kar je približno tako, kot, da bi v državi velikosti 
Avstrije popolnoma izpadel internet. Prekinitve so prinesle nekaj zanimivih podatkov. 
Pokazale so ranljivost velikega števila komponent širokopasovnega sistema vključno z 
podatkovni centri, ki so v predhodnih naravnih pojavih in nesrečah bili zmožni prenesti 
njihove vplive. Moč tega orkana je ujela marsikaterega telekomunikacijskega operaterja ter 
telekomunikacijska poslopja in ostale lokacije z opremo nepripravljene na daljše električne 
izpade ter poplave. [10] 
Med orkanom ter čas takoj po njem je pokazal, kako visoka je potreba po kritični 
pripravljenosti tudi s strani uporabnikov, predvsem tistih, ki so odvisni od digitalnih 
telekomunikacij. 
Kot primer, mnogi uporabniki mobilnih telefonov ter interneta niso mogli uporabiti svojih 
mobilnih naprav za klic v sili ali se povezati na internet zaradi praznih baterij. Podatki zbrani 
med naravno nesrečo in po njej so pokazali robustnost in splošno odpornost večjega dela 
telekomunikacijskega omrežja. Internetni promet se je v mnogih prizadetih območjih močno 
povečal, saj so ljudje ostali v svojih domovih in gledali video posnetke ter prenose o 
trenutnem dogajanju, povezovali so se med seboj preko video klicnih storitev in mnogi so 
svoje delo opravljali kar od doma. Internetna tehnologija se je pokazala kot vitalna, saj so 
mnogi objavljali pomembne informacije preko socialnih medijev. Kot običajno pa se je 
pokazala še ena stvar: električna energija ostaja ključnega pomena za delovanje 
telekomunikacijskih omrežij. 
 
Slika 3.14: poplavljen sedež enega izmed največjih telekomunikacijskih operaterjev v 
Združenih državah Amerike [35] 
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Leto 2014 je bilo leto hudih naravnih nesreč poleg Slovenije tudi za države južno od nas. 
Samo na Hrvaškem je bilo za 600 milijonov € škode zaradi žledu in poplav. Od 12. do 17. 
maja je prišlo zaradi močnih padavin do dviga vodnega nivoja reke Save in njenih pritokov na 
območju Hrvaške, Bosne in Hercegovine ter Srbije. 17. maja so popustili rečni nasipi in 
poplavili nizko ležečo in odročno pokrajino Županjska Posavina na Hrvaškem. Osnovna 
komunikacija na območju ni delovala. 
Ker je šlo za nizko ležeče območje, je celotno električno omrežje skupaj z opremo mobilnih 
operaterjev bilo poplavljeno. Posledica tega je bila izguba GSM signala. 
Edina možnost uporabe mobilnega signala je bila uporaba mobilnega signala sosednje države 
Bosne in Hercegovine, posledica tega pa so bili višji stroški klicev. Edini komunikacijski 
sistem, ki je ostal delujoč, je bil radio sistem Tetra, ki je bil v uporabi Ministrstva za notranja 
zadeve (MUP) in Državne uprave za zaščito in reševanje (DUZS). Težava je bila, da so imeli 
le dvajset Tetra radio naprav, ki so jih razdelili na informacijske točke ter koordinatorjem 
reševalnih služb. Dva ojačevalca GSM signala ('repetitor') so postavili na območju, enega na 
silosu in drugega na anteno, za boljše pokrivanje območja z mobilnim signalom. Fiksna 
telefonija je bila vzpostavljena preko posebnega vozila Ministrstva za notranje zadeve v 
njihovo omrežje MUPnet, v celoti skozi IP tehnologijo. Tako je bil vzpostavljen tudi faks ter 
internet dostop (20Mbit).  
Mobilni operaterji na Hrvaškem so vzpostavili in omogočili zastonj internet ter brezžična 
omrežja (Wi-Fi) v času izrednih razmer. Vzpostavljeno je bilo tudi 4G omrežje v Županji. 
Glavna težava s telekomunikacijami med to naravno nesrečo je bila torej popoln izpad 
mobilnega omrežja prve dni te nesreče. Standardna oprema za komunikacijo ter obdelovanje 
podatkov (računalniki, strežniki ipd.) niso bili primerni za delo na sami lokaciji zaradi visokih 
temperatur, prahu in vlažnosti. Glede na intenziteto poplav, velikost prizadetega območja, 
težav na lokacijah in omejenimi viri človeške ter materialne pomoči so bile pristojne službe za 
vzpostavljanje in zagotavljanje komunikacij s svojim delom zadovoljne, je pa ostalo veliko 
stvari, ki jih bo potrebno v prihodnosti izboljšati. [19] 
Naravne nesreče vplivajo na razvijajoče in razvite države različno, z večjim številom smrtnih 
žrtev in prizadetih ljudi v razvijajočih državah in večjimi ekonomskimi stroški v razvitih 
državah. To se odraža v večjih investicijah razvitih držav v njihovo infrastrukturo in tudi 
























4. Predlogi za izboljšanje telekomunikacijskih storitev in omrežij v primeru 
naravnih nesreč 
 
Po naravni ujmi v Sloveniji, februarja leta 2014, ko je žled prizadel večji del Slovenije in 
močno poškodoval nekatere elemente telekomunikacijske infrastrukture ter storitve, so se v 
Upravi RS za zaščito in reševanje v sodelovanju z Agencijo za komunikacijska omrežja in 
storitve RS odločili, da bodo z operaterji javne mobilne telefonije pripravili načrte skupnega 
usklajenega ukrepanja v primeru velikih naravnih in drugih nesreč ter izjemnih stanj. Z 
načrtom skupnega usklajenega ukrepanja operaterjev želijo v naprej uskladiti potrebne 
ukrepe, obveze in postopke za čim bolj nemoteno delovanje informacijskih in 
komunikacijskih sistemov v primeru velikih naravnih in drugih nesreč, še zlasti delovanje 
storitev za prenos klicev v sili na 112. Zakon o elektronskih komunikacijah v 84. členu 
določa, da morajo operaterji sprejeti ustrezne tehnične in organizacijske ukrepe, ki 
omogočajo, da so njihove dejavnosti v primeru izjemnih stanj čim manj motene. Z njimi 
morajo v najkrajšem možnem času zagotoviti razpoložljivost javno dostopnih telefonskih 
storitev, še zlasti neprekinjen dostop in uporabo številk za klic v sili. Vlada lahko s sklepom 
določi tudi druge ukrepe za zagotavljanje delovanja javnih komunikacijskih omrežij ali 
storitev ob naravnih in drugih nesrečah ali ob katastrofalnem izpadu omrežja. 
V dosedanjih dogovorih so se osredotočili na zagotavljanje delovanja storitev omrežij 
mobilne telefonije. Izmenjani so bili podatki o odgovornih osebah in postopkih medsebojnega 
obveščanja. O vseh večjih izpadih in motnjah v telekomunikacijskih omrežjih ter v primeru 
prošnje za pomoč je potrebno obvestiti Center za obveščanje RS.  
Na podlagi primerjalne analize podatkov o baznih postajah posameznih operaterjev so na 
Upravi RS za zaščito in reševanje določili telekomunikacijske objekte prve prioritete, 
upoštevajoč območja, ki jih neposredno ali posredno pokrivajo s signalom mobilne telefonije. 
V prvi fazi usklajevanja so bile določene bazne postaje prve prioritete in vozliščne bazne 
postaje. Za vse telekomunikacijske objekte se zbirajo podatki o minimalni potrebni moči 
električnega priključka ter podatki o primernih mestih za namestitev in priključitev agregatov. 
Podatki bodo v pomoč pri prednostnem zagotavljanju preskrbe z električno energijo.  
Naredili bodo načrt pomoči države ter sil za zaščito, reševanje in pomoč v primeru, ko obseg 
naravne ali druge nesreče preseže zmožnost samostojnega ukrepanja operaterjev. [16] 
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Ne gre prezreti, da so telekomunikacijske storitve že davno presegle okvire podpornih 
storitev. Vse večja kompleksnost in ranljivost ter odvisnost ljudi od njihovih storitev jih 
upravičeno uvršča med kritično infrastrukturo. V 83. členu Zakona o elektronskih 
komunikacijah je določeno, da morajo operaterji v primeru izjemnih stanj prednostno 
zagotavljati delovanje tistih delov omrežja, ki so nujni za nemoteno delovanje omrežij 
varnostnega in obrambnega sistema ter sistem zaščite in reševanja. Svoje ukrepe morajo 
predhodno uskladiti z državo. [13] 
4.1 Osnovne zahteve pri načrtovanju telekomunikacijskega omrežja 
 
Slikovno in pisno predstavljene osnovne zahteve telekomunikacijskega omrežja: 
 
 




 Do posameznega objekta je potrebno zgraditi vsaj dve fizični povezavi. 
 Prenosni telekomunikacijski sistemi na fizičnih povezavah morajo biti podvojeni. 
 Zveze morajo biti izvedene z zaščito. 
 Naprave prenosnih sistemov morajo biti napajane iz brezprekinitvenih virov. 
 Telekomunikacijska oprema mora biti nameščena v ustreznih klimatiziranih prostorih, 
z varovanim dostopom. 
 V IP omrežjih je potrebo izvesti dodatno zaščito pred neželenim vdorom. 
 Vse posamezne dele telekomunikacijskega omrežja je potrebno redno vzdrževati 
(24/7) in daljinsko nadzorovati. 
 Kader mora biti ustrezno izšolan oziroma usposobljen. 
4.2 Možni ukrepi za zmanjšanje tveganj nedelovanja telekomunikacijskih 
storitev v izrednih razmerah 
 
 Potrebno je prepoznati tiste segmente v omrežju, ki predstavljajo tveganje in lahko 
bistveno vplivajo na delovanje sistema ter jih spremeniti, dograditi ali nadomestiti: 
npr. neustrezno napajanje, nezadostna kapaciteta na posameznih relacijah, ki ne 
omogoča preusmeritve, preveliko število naprav v obroču brez prečnih povezav, ena 
fizična povezava ipd. Pri tem je potrebno pazljivo načrtovati tudi izgradnjo novih 
storitev. 
 Popolno zaščito fizičnih poti v izrednih razmerah in večjih razsežnosti 
elektroenergetska podjetja ne morejo v celoti zagotoviti preko svoje infrastrukture. 
Večina daljnovodov je prosto-zračnih, kjer je možno odpraviti napako od nekaj dni do 
nekaj tednov, oz. mesecev. V ta namen bi se morali imetniki optične infrastrukture 
(Slovenske Železnice, DARS, Telekom Slovenije, Elektroenergetska podjetja ipd.) 
povezati z namenom takojšnjega najema fizične infrastrukture v izrednih razmerah ali 
izmenjave optičnih vlaken že pri sami izgradnji sistema in ne le med naravno nesrečo. 
Povezave med imetniki telekomunikacijskih omrežij bi morale biti tudi na logičnem 
nivoju (medomrežno povezovanje) z namenom zagotavljanja obhodnih zvez preko 
prenosnih sistemov, kjer ni možne izvedbe preko fizičnih povezav. Predpogoj bi bila 
tudi izgradnja WDM sistema, na katerega bi povezali storitve, ki zahtevajo večje 
kapacitete. V primeru preusmeritev se namreč potreba po zagotovitvi neodvisne 
fizične infrastrukture zmanjša. 
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 Kader večjih elektroenergetskih in telekomunikacijskih operaterjev je potrebno redno 
usposabljati, tudi s simulacijami kriznih razmer večjega obsega. 
 Potrebno je pripraviti obratovalna navodila za izredne razmere za operaterje na 
telekomunikacijskih prenosnih sistemih, ki bi bili navezava na obratovalna navodila za 
energetski sistem. 
 Potrebno je preučiti ali bi bilo smiselno vpeljati daljinski nadzor optike na daljnovodih 
in ga povezati v nadzor elektroenergetskega omrežja z namenom pridobitve 
pravočasnih informacij. 
 V primeru naravnih nesreč, ki vplivajo na več segmentov družbe, bi bilo potrebno na 
nivoju države predpisati nujne ukrepe za ravnanje ob izrednih razmerah, kako 
zmanjšati posledice le-teh, pa tudi kakšen naj bo pretok informacij med posameznimi 
imetniki kritične infrastrukture, ki je nacionalnega pomena (elektroenergetska 
infrastruktura, telekomunikacijska infrastruktura, cestna infrastruktura ipd.). [17] 
4.3 Pripravljenost mobilnih omrežij na izredne razmere 
 
Zaradi velikega števila baznih postaj, dvojnega prekrivanja in dosedanjih ukrepov je 
razpoložljivost javnih mobilnih omrežij zelo velika. Trenutna državna strategija predvideva, 
da bodo visoko pretočne storitve tekle izključno na optičnih omrežjih, in ne načrtuje opazne 
državne pomoči pri zagotavljanju pokrivanja s tehnologijo LTE tam, kjer operaterji nimajo 
komercialnega interesa. 
Odprte bazne postaje so lepa možnost za redko poseljeno podeželje. Lokalna skupnost z 
državno pomočjo zgradi primeren objekt z antenskim stolpom, napajanjem ter optično 
povezavo, ki ga lahko uporabljajo vsi operaterji (poleg operaterjev omrežij GSM/LTE tudi 
operaterji omrežij DAB, DVB-T, Wi-Fi in ostali). Poleg osnovnega pokrivanja bi zagotovili 
tudi dodatno pokrivanje ter s tem dvignili zanesljivost mobilnih omrežij.  
Operaterji imajo mobilne bazne postaje, ki jih uporabljajo za zagotavljanje prepustnosti na 
prireditvah (na primer skoki v Planici). Ob manjših izrednih dogodkih se z njimi lahko rešuje 
pokrivanje in prepustnost na določenem območju. Zakonodaja danes ne predvideva ustrezne 
prednosti za postavitev začasnih baznih postaj za zagotavljanje delovanja mobilnih storitev v 
primeru izrednih dogodkov, kot so naravne nesreče. 
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Z gradnjo optičnih povezav do baznih postaj se zmanjšuje število mikrovalovnih zvez. Zaradi 
varčevanja se mikrovalovne zveze izključujejo in se ne uporabljajo. Predlog AKOS-a o 
podelitvi mikrovalovnih radio frekvenčnih pasov pomeni, da se za posamezno zvezo ne 
plačuje pristojbina za uporabo radijskih frekvenc in s tem je lažje upravičiti vzporedne 
oziroma redundantne mikrovalovne zveze, ki zagotavljajo delovanje ob izpadu optičnih 
povezav. 
Nedvomno je, da imajo mobilna omrežja veliko vlogo v izrednih razmerah, in veliko 
primerov je, kjer se je to pokazalo. Mobilni telefon ima danes praktično vsakdo in zagotavlja 
osnovno komunikacijo med ljudmi in tudi napravami. Z zlivanjem javnih in zasebnih 
sistemov in prihajajočimi funkcijami omrežij 3GPP postaja še pomembnejše, da se tehnologiji 
GSM in LTE upoštevata pri načrtovanju ukrepov v primeru izrednih razmer. 
Pri kompleksnih omrežjih je prilagoditev na nepričakovane izpade med naravnimi nesrečami 
zelo zahtevna in je ne moremo prepustiti samo mehanizmom za samodejno zagotavljanje 
delovanja. Med naravnimi nesrečami je kritičnega pomena usposobljena in strokovna ekipa, 
ki pozna tehnologijo in arhitekturo omrežja. [18] 
4.4 Zaključki iz primerov telekomunikacijskih odpovedi zaradi naravnih 
nesreč drugod po svetu 
 
Med vsemi večjimi naravnimi nesrečami je izguba električne energije in nezadostne količine 
goriva za pomožne generatorje ključni faktor za prekinitev telekomunikacijske opreme. Prav 
tako poplave, do katerih običajno pride zaradi cunamijev in neviht. Jasno je, da postavitev 
telekomunikacijske opreme tam, kjer je manj izpostavljena tveganju, lahko zmanjša škodo na 
infrastrukturi in lahko naredi telekomunikacijske inštalacije bolj dovzetne za naravne nesreče. 
Avtonomno električno napajanje je kritično in vse pomembne lokacije bi potrebovale 
zadostno količino goriva za pomožne generatorje električne energije, saj so električne 
prekinitve lahko dolgotrajne. Oprema bi morala biti nameščena v stavbah na višje ležečih 
lokacijah, kjer je tveganje poplavljanja manjše, kletnih prostorov pa bi se morali čim bolj 
izogibati kot mesta za opremo in pomožne generatorje električnega napajanja. Kritična 
oprema kot so avtentikacijski strežniki bi morali biti geografsko razpršeni. 
Mesta potrebujejo drugačne ukrepe v primeru naravnih nesreč kot podeželje. Kot primer, v 
urbanem naselju, ki ga prizadene potres ali poplava, je v prvih urah ali celo dneh lahko takšen 
kaos, da je nemogoče pristopiti do telekomunikacijskih objektov. 
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Da bi se lahko soočili s takšno težavo, se je podjetje Turkcell (turški operater) odločilo 
načrtovati in zgraditi zelo močne telekomunikacijske stolpe, ki lahko prenesejo močne potrese 
na ključnih lokacijah v mestih, kot je Istanbul. Na podeželju in manjših mestih, kjer je 
telekomunikacijska infrastruktura uničena, se lahko razporedi in namesti prenosno 
telekomunikacijsko opremo. 
Odziv ljudi iz prizadetih območij je, da pokličejo in javijo pristojnim reševalnim službam ali 
sorodnikom ter prijateljem, da so v redu, ali da potrebujemo pomoč, ali pa da preverijo, če so 
drugi v redu in vse to povzroči zasičenje v telekomunikacijskem omrežju. Zato je nujno 
potrebno, da se vključi ukrepe, ki zmanjšajo zasičenje. Zasičenju se lahko izogne s: 
- spodbujanjem alternativnih načinov komunikacije, 
- zmanjšanjem časa klicev na čakanju, 
- zmanjšanjem kvalitete klicev, 
- prerazporeditvijo omrežnih sredstev na telefonijo, 
- razvojem novih omrežnih arhitektur, ki lahko prenesejo konice v telefonskem prometu, 
- implementacijo algoritmov kontrole zasičenja za medijski prenos, da bi zmanjšali nalaganje 
med časom zasičenja, ko so internet protokol omrežja obremenjena. 
Lahko bi bila tudi dana prioriteta uporabnikom s posebnimi privilegiji, da bi lahko ustvarili 
klice med izrednimi razmerami. Obveščanje širše javnosti v današnjem času vse bolj poteka 
preko socialnih omrežij, zato je delovanje interneta v času naravnih razmer in izrednih razmer 
zelo pomembno. V državah, kjer je velika možnost naravne nesreče, kot so cunamiji 
(Indonezija), potresi ipd., pa so razvili tudi različne mobilne aplikacije in storitve, kjer so se 
telekomunikacijski operaterji povezali z seizmološkimi zavodi in vremenskimi postajami, da 
bi njihove informacije o morebitni naravni nesreči v najkrajšem možnem času prenesli do 








Družba postaja vse bolj odvisna od komunikacijskih in informacijskih sistemov. Razvoj 
komunikacijske tehnologije pa postaja vse bolj kompleksen in vprašanje je, koliko jo 
dejansko obvladujemo. S kompleksnostjo in razvojem pa ima vse večji vpliv na nacionalno 
varnost. 
Pri nas smo prvič zelo resno začeli razmišljati o telekomunikacijski kritični infrastrukturi po 
februarskem žledolomu leta 2014, ki je pokazal veliko ranljivost telekomunikacijskih 
sistemov. Ta je bil razlog za postavitev vse več vprašanj na to temo in različnih ugotovitev, 
med drugim, da ne vemo še čisto natančno, kaj je kritična infrastruktura na področju 
telekomunikacij. To bomo lahko ugotovili le z ustreznimi merili v prihodnje, ki že dobivajo 
obliko, predvsem v obliki ugotovitev, kateri elementi na telekomunikacijski infrastrukturi so 
imeli največ vpliva na delovanje in kakovost storitev. V preteklosti je bila pretežno v državni 
lasti, danes pa se zaradi vse večje privatizacije podjetij seli v zasebno last. To ima dobre in 
slabe lastnosti. Ena od dobrih je, da podjetja zaradi konkurenčnosti na trgu ohranjajo svoj 
razvoj, slaba lastnost pa je, da je zato težje nadzorovati telekomunikacijsko kritično 
infrastrukturo, mnoga zasebna podjetja pa pogosto jemljejo naložbo v varnost svojih sistemov 
kot nepotreben strošek. 
V krizni situaciji, kot je bil žledolom februarja leta 2014, je bila povečana potreba po 
dostopnosti številke v sili 112 in storitev klica v sili je bila v tem primeru močno prizadeta. 
Ostaja dejstvo, da je neprekinjen dostop do številke 112 praktično neizvedljiv. 
Vlada RS je sicer v svojem sklepu ugotovila, da je bilo aktiviranje in delovanje sil za zaščito, 
reševanje in pomoč ter javnih gospodarskih družb, med njimi največjih telekomunikacijskih 
operaterjev, na vseh ravneh ukrepanja pravočasno, njihovo delovanje organizirano, 
prizadevno in v okviru danih možnosti učinkovito. 
Po tej naravni ujmi je telekomunikacijska infrastruktura ponekod v Sloveniji začela dobivati 
dodaten razvoj. Nekateri telekomunikacijski operaterji nadgrajujejo svoja omrežja z novimi 
rešitvami (FTTH, FTTN in zemeljska izvedba), postavitev dodatnih agregatov na lokacije z 
telekomunikacijskimi napravami. Poleg tehničnih rešitev je uveden dodaten nadzor nad 
izvajalci del, hitrejšo in kakovostnejšo odpravo okvar in bolj podrobne identifikacije poteka 
lastnih povezav (telekomunikacijskih operaterjev). Nekateri telekomunikacijski operaterji so 
sami pripravili načrte za delovanje v svojem podjetju v primeru izrednih stanj zaradi naravnih 
nesreč. V izboljšanje učinkovitosti telekomunikacijske kritične infrastrukture sta se vključila 
tudi Uprava RS za zaščito in reševanje ter Agencija za komunikacijska omrežja in storitve. 
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V sodelovanju sta pripravila in še vedno pripravljata nekatere načrte za delovanje operaterjev 
v izrednih razmerah, identificirane so bolj pomembne telekomunikacijske točke in odgovorne 
osebe in s tem bi v morebitnih novih naravnih nesrečah pospešili delovanje pri odpravi napak 
in s tem bolj učinkovito delovanje. 
Še vedno pa bo potrebno v prihodnje razmisliti o morebitnih spremembah in ureditvah 
zakonov z namenom boljše normative in zagotavljanja delovanja telekomunikacijskih omrežij 
ob velikih naravnih in drugih nesrečah. Dobro bi bilo tudi uvesti nadzornika nad vsemi 
telekomunikacijskimi povezavami v Sloveniji. Trenutno je v Sloveniji veliko operaterjev, 
kateri sami ne poznajo čisto vseh svojih povezav, kje točno gredo in katere so. Do večjega 
zapleta zato pride v medsebojnem delovanju operaterjev v izrednih razmerah. Z uvedbo 
posebnega nadzornega organa bi lahko odpravili to težavo. Potrebno bi bilo identificirati vse 
telekomunikacijske povezave in tudi določiti najbolj pomembne (kritične). Tako bi v primeru 
izrednih razmer, kot so naravne nesreče, lažje in hitreje preusmerili telekomunikacijske 
storitve na delujoče povezave. Z zakonom bi bilo potrebno urediti, da si telekomunikacijski 
operaterji oziroma lastniki telekomunikacijskih povezav in opreme v primeru izrednih razmer 
lahko pomagajo z delitvijo delujočih povezav v najkrajšem možnem času in ne po dolgem 
procesu urejanja pogodb, dogovorov, pogojev ipd. 
V tem diplomskem delu je večinoma govora o telekomunikacijski infrastrukturi med 
žledolomom februarja leta 2014. Med ostalimi naravnimi nesrečami v Sloveniji večinoma ni 
bilo zabeleženih večjih izpadov telekomunikacijskih storitev. 
Na telekomunikacijski infrastrukturi doživljamo razvoj ne samo v tehnološkem smislu, ampak 
tudi pri identifikaciji kritične infrastrukture in njene varnosti. Moje mnenje je, da je največji 
napredek sama izkušnja vseh ljudi, ki so sodelovali pri odpravi napak in zagotavljanju 
delovanja na telekomunikacijski infrastrukturi med žledolomom. Tako bi v prihodnje 
zagotovili še večjo učinkovitost. Ostaja pa dejstvo, da se tako močan žled pojavlja na vsakih 
50 let zato v Sloveniji za sedaj ni opaziti večjih groženj v prihodnosti v obliki hujših naravnih 
nesreč, ki bi povzročile večji telekomunikacijskih mrk. 
Identifikacija, razvoj in varnost telekomunikacijske kritične infrastrukture pa je po tej naravni 
ujmi sprožila kar nekaj vprašanj, na katere pristojni organi in strokovnjaki še iščejo konkretne 
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TK TC Telekomunikacije 
SCADA Supervisory Control And Data 
Acquisition 
Sistemi za nadzor in krmiljenje tehnoloških 
procesov z računalnikom 
Wi-Fi Wi-Fi Brezžična tehnologija, ki omogoča 
elektronskim napravam, da se lahko povežejo 
v omrežje 
SMS Short Message Service Sistem kratkih sporočil 
LTE Long Term Evolution Standard na področju mobilnih tehnologij, ki 
nadgrajuje GSM in UMTS tehnologiji 
OPGW Optical Power Ground Wire Tehnologija, kjer je kabel uporabljen v 
konstrukciji elektroenergetskega prenosa 
GSM Global System for Mobile 
communications 
Standard mobilnih komunikacij 
UMTS Universal Mobile 
Telecommunications System 
Sestavni del tehnologije GSM 
Thuraya Thuraya Podjetje mobilnih satelitskih komunikacij 
SIM Subscriber Identity Module Prenosni pomnilniški čip ali identitetni modul 
ISDN Integrated Services over 
Digital Network 
Vrsta telekomunikacijske povezave 
IP Internet Procotol Internet protokol 
Tetra Tetra Profesionalna radio tehnologija 
Dars Dars Družba za avtoceste v republiki Sloveniji 
WDM Wavelength-Division 
multiplexing 
Tehnologija prenosa optičnih signalov 
DAB Digital Audio Broadcasting Digitalna radio tehnologija 
DVB-T Digital Video Broadcasting-
Terrestiral 
Evropski standard za digitalno televizijo 
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Slovenski izraz Angleški izraz Razlaga 
BTS Base Transceiver Station Bazna postaja 
BSC Base Station Controller Nadzor bazne postaje 
MSC Mobile Switching Centre Center za mobilno usmerjanje 
MS Mobile Station Mobilni terminal ali mobilni telefon 
T1 T1 Vrsta digitalnega prenosa podatkov 
E1 TDM E1 TDM Standard prenosa v TDM signalizaciji 
Abis Abis GSM vmesnik 
FTTH Fiber to the home Način inštalacije in optike za internet 
FTTN Fiber to the node Način inštalacije in optike za internet 
 
 
