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Samenvatting 
De idee om logica toe te passen op wet- en regelgeving is niet nieuw. Al langere tijd zijn 
wetenschappers gefascineerd door de idee om een juridische beslissing af te leiden uit 
juridische bronnen, op dezelfde manier als bij logische deductie een conclusie afgeleid wordt 
vanuit een set axioma’s. Het maken van requirements die compliant zijn aan wet- en 
regelgeving is echter lastig. Deze complexiteit ontstaat wanneer wetsartikelen elkaar 
aanvullen, overlappen of elkaar soms tegenspreken. Daarnaast bevat wetgeving cross-
references naar andere onderdelen die mogelijk aan verandering onderhevig zijn. Dit 
onderstreept het belang van traceerbaarheid van requirements.  
 
Een methode om een oplossing te vinden voor de lastige opgave van het specificeren van 
requirements bij juridische teksten is de focus te leggen op de juridische normen in de tekst. 
Voor het formeel beschrijven van deze normen wordt deontische logica gebruikt. Gerelateerd 
hieraan is het werk van Hohfeld relevant. De Hohfeldian legal concepts vormen een verdere 
verfijning van de concepten uit de deontische logica. Het primaire doel van Hofhelds werk is 
het expliciet maken van de normatieve juridische relaties tussen partijen. Hofheldian legal 
concepts worden in verschillende onderzoeken gebruikt voor het extraheren van 
requirements die compliant zijn aan juridische teksten. Belangrijke voorbeelden zijn  
Production Rule Modeling (PRM) en het Nomos Framework. 
 
Een relatief nieuw domein voor de implementatie van wetgeving is Semantic Web. Het doel 
van dit onderzoek is te onderzoeken hoe en tot in hoeverre Semantic Web-technieken 
gebruikt kunnen worden om Hohfeldian legal concepts te modelleren voor wetteksten. 
Andere belangrijke aandachtspunten zijn het modelleren van pre- en postcondities, 
exceptions en traceerbaarheid binnen een juridische tekst. Als casus is de HIPAA Privacy 
Rule1 gekozen, mede omdat deze casus ook in verschillende andere relevante onderzoeken 
is gebruikt.    
 
In dit onderzoek wordt voortgebouwd op eerder onderzoek bij de Open Universiteit (Bos 
2013, Lalmohamed 2014). Bos heeft onderzoek gedaan naar de implementatie van regels 
met Semantic Web-technieken en Lalmohamed naar de implementatie van Hohfeldian legal 
concepts met Ampersand. De Ampersand implementatie van Lalmohamed is een referentie 
voor de te modelleren regels in dit onderzoek.  
 
De empirische onderzoeksvragen in dit onderzoek zijn: 
 Hoe kunnen Semantic Web-technieken gebruikt worden om met Hohfeldian legal 
concepts normatieve conclusies te trekken? 
 Hoe kan traceerbaarheid worden geïmplementeerd met Semantic Web-technieken? 
 Hoe beïnvloedt de ambiguïteit van een juridische tekst de formele representatie met 
Semantic Web-technieken? 
 
De resultaten van de empirische studie tonen aan dat het inderdaad mogelijk is om juridische 
requirements gebaseerd op Hohfeldian legal concepts uit te drukken met Semantic Web-
technieken. Met de implementatie kan inzichtelijk gemaakt worden wat de relatie tussen 
actoren is, welke acties ze uitvoeren en wat de juridische consequenties van het al dan niet 
uitvoeren van deze acties zijn. Ook is het technisch haalbaar om traceerbaarheid te 
                                               
1
 Health Insurance Portability and Accountability Act 
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implementeren en kan logische ambiguïteit ondervangen worden door het splitsen van 
acties.  
De implementatie is op een gelaagde manier uitgewerkt. Voor het modelleren van Hohfeldian 
legal concepts is een bestaande ontologie – het Provision Model – hergebruikt. Als 
uitbreiding op het Provision Model is een eigen ontologie uitgewerkt: HohfeldSW. Dit om 
ontbrekende Hohfeldian legal concepts aan te vullen en om normen te kunnen kwalificeren. 
Daarnaast is een domeinspecifieke ontologie uitgewerkt: de HIPAA-ontologie. Bij de 
implementatie is tevens een aantal Ontologie Design Patterns toegepast: N-ary Relations en 
AgentRole. Deze Ontologie Design Patterns zijn van toegevoegde waarde voor de 
transparantie van de implementatie.   
Bij de vergelijking van de Semantic Web-implementatie met Ampersand zijn de belangrijkste 
aandachtspunten: de Open World Assumption versus Closed World Assumption, het verschil 
in referencing en Negation as Failure. Met de Semantic Web-implementatie is het mogelijk 
generieke regels te implementeren voor het valideren van de verschillende legal concepts. 
Ook zijn generieke regels mogelijk voor cross-references. Wel zijn separate generieke regels 
nodig voor als een bepaalde situatie niet van toepassing is.  
In dit onderzoek is duidelijk geworden dat de totaalkwalificatie of een bepaalde actie al dan 
niet is toegestaan, niet alleen bepaald moet worden op basis van de relevante Hohfeldian 
legal concepts, maar dat hier ook cross-references in meegewogen moeten worden.  
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1. Inleiding  
Wet- en regelgeving is een vorm van regels in natuurlijke taal. Omdat deze regels er 
objectief en formeel uitzien, lijken deze regels geschikt voor specificatie met formele logica. 
Een juridisch conceptueel raamwerk als de Hohfeldian legal concepts (Hohfeld, 1917) kan 
helpen om vanuit een normenkader de vertaalslag te maken. In de praktijk kan de 
vertaalslag toch problemen met zich meebrengen omdat wet- en regelgeving soms ambigu is 
(Breaux & Antón, 2007): sommige onderdelen kunnen complementair zijn, elkaar overlappen 
of elkaar tegenspreken.2 Daarnaast is wetgeving aan verandering onderhevig. Dit maakt 
traceability belangrijk. Het voorgaande laat zien dat het in voorkomende gevallen een 
uitdaging is om compliancy van requirements aan wet- en regelgeving vast te stellen. 
 
Vanuit de Open Universiteit wordt onderzoek gedaan naar de formalisatie van bedrijfsregels 
en wet- en regelgeving (Joosten, 2011). Er is onderzoek gedaan naar implementaties met 
verschillende technieken: door middel van relatie-algebra technieken: Ampersand (Joosten, 
2007) en doormiddel van Semantic Web (Rutledge, 2013). Op dit onderzoek is 
voortgebouwd door Bos en Lalmohamed. Bos heeft onderzoek gedaan naar de verschillen 
tussen een Semantic Web- en een Ampersand-representatie van een juridische tekst (Bos, 
2013). Lalmohamed heeft onderzoek gedaan naar de representatie van juridische normen in 
Ampersand, die afgeleid werden uit een juridische tekst (Lalmohamed, 2014). 
 
Door Francesconi is onderzoek gedaan naar de toepassing van Hofheldian legal concepts 
op basis van Semantic Web-technieken bij de semantische annotatie van juridische teksten 
(Francesconi, 2014). De focus in mijn onderzoek ligt op de toepassing van Hohfeldian legal 
concepts bij de normatieve kwalificatie van verschillende juridische casus binnen de context 
van een bepaalde wet, met gebruikmaking van Semantic Web technieken. Hier is naar mijn 
weten – op basis van mijn literatuurstudie - nog geen onderzoek naar gedaan. 
  
1.1 Leeswijzer voor het onderzoeksrapport 
In hoofdstuk 1 is de context van dit onderzoek geschetst. In hoofdstuk 2 zijn de 
probleemstelling, de doelstelling, de onderzoeksvragen en de opzet van het onderzoek 
beschreven. Dit hoofdstuk vormt de blauwdruk voor de rest van het onderzoek. In hoofdstuk 
3 zijn de resultaten en bevindingen van het literatuuronderzoek uitgewerkt. Omdat het om 
een haalbaarheidsstudie gaat is een verkenning gedaan om geschikte methoden en 
technieken te kunnen kiezen. Tevens is een inventarisatie gedaan naar legal ontologies die 
als basisontologie voor dit onderzoek gebruikt kunnen worden. In hoofdstuk 4 is de 
implementatie van de HIPAA-casus met Hohfeldian legal concepts uitgewerkt. Op basis van 
de uitkomsten van hoofdstuk 4 zijn in hoofdstuk 5 de conclusies en aanbevelingen 
opgenomen. In de Appendix is een verklarende woordenlijst opgenomen. 
  
                                               
2
 Wetgeving is soms bewust ambigu gemaakt, denk aan een begrip als ‘redelijkheid en billijkheid’; doel 
kan ook zijn om voor te sorteren op toekomstige ontwikkelingen.  
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2. Onderzoeksontwerp 
 
2.1 Probleemstelling 
De probleemstelling bestaat uit de beschrijving van de doelstelling van het onderzoek en uit 
de onderzoeksvraag met de daaruit afgeleide deelvragen.  
 
2.1.1 Doelstelling van het onderzoek 
Het doel van dit onderzoek is te onderzoeken hoe en tot in hoeverre Semantic Web- 
technieken gebruikt kunnen worden om Hohfeldian legal concepts te modelleren voor 
wetteksten. In dit onderzoek wordt een specifieke wettekst gebruikt: de HIPAA.3 Als pakket 
voor het ontwikkelen van de ontologie wordt Protégé gebruikt. Dit omdat Protégé één van de 
meest gebruikte pakketten in de context van het Semantic Web is, die daarnaast een zekere 
mate van volwassenheid bereikt heeft (Coskun et al., 2008).  
Een cruciaal begrip binnen Semantic Web is het begrip ontologie (Wyner, 2008). 
Ontologieën spelen in dit onderzoek op verschillende niveaus een rol, zowel 
domeinspecifiek, als op het gebied van Design Patterns en het niveau van het Semantic 
Web zelf. In aansluiting op de good practice herbruikbaarheid worden op basis van een lijst 
van relevante selectiecriteria (Svátek, 2004; Visser, &Bench-Capon, 1998; Casellas, 2008) 
één of meer ontologieën gekozen als basis voor de bouw van een eigen ontologie. 
Belangrijk aandachtspunt bij de haalbaarheidsstudie is hoe omgegaan moet worden met 
traceerbaarheid en ambiguïteit van requirements. Gerelateerd aan het onderzoek van 
Lalmohamed, gaat het bij traceerbaarheid om het relateren van wetsartikelen aan 
requirements en het beheer van cross-references (Lalmohamed, 2014). Onderzocht wordt 
hoe traceerbaarheid van requirements bereikt kan worden met Semantic Web-technieken.  
Bij ambiguïteit van een requirement gaat het er om dat een requirement voor meerdere uitleg 
vatbaar is. Onderzocht wordt hoe ambiguïteit van de wettekst de formele representatie met 
Semantic Web-technieken beïnvloedt. In dit onderzoek ligt de focus net als bij het onderzoek 
van Lalmohamed op het voorkomen van logische ambiguïteit. Hierbij gaat het er om dat een 
enkel woord op verschillende manieren kan worden geïnterpreteerd en dat er voegwoorden 
aanwezig zijn. Een voorbeeld hiervan bij de HIPAA Privacy Rule is de uitdrukking ‘use or 
disclose’. Deze vorm van ambiguïteit zal ik proberen op te lossen door het splitsen van de 
betreffende zinsnede in verschillende onderdelen. 
 
2.1.2 Onderzoeksvraag 
De centrale onderzoeksvraag, die is afgeleid uit de onderzoeksdoelstelling, is als volgt 
geformuleerd: 
 
Hoe en in hoeverre kunnen Hohfeldian legal concepts, ambiguïteit en traceerbaarheid 
geïmplementeerd worden met Semantic Web- technieken? 
 
De volgende empirische onderzoeksvragen worden onderscheiden: 
• Hoe kunnen Semantic Web-technieken gebruikt worden om met Hohfeldian legal 
concepts normatieve conclusies te trekken? 
                                               
3
 Health Insurance Portability and Accountability Act (kortweg HIPAA) is een Amerikaanse wet uit 
1996 voor de gezondheidssector. 
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• Hoe kunnen Semantic Web-technieken gebruikt worden om traceerbaarheid uit te 
drukken? 
• Hoe beïnvloedt ambiguïteit van een juridische tekst, de representatie met Semantic 
Web-technieken? 
 
Bij dit onderzoek wordt het resultaat van de implementatie geconfronteerd met de resultaten 
van andere onderzoeken. Het gaat om de wetenschappelijke en logische onderbouwing 
waarom bepaalde aspecten van de implementatie mogelijk niet lukken of minder goed uit de 
verf komen. Voor elke wetregel die Lalmohamed gemodelleerd heeft in Ampersand wordt in 
dit onderzoek een equivalent met Semantic Web-technieken uitgewerkt en getoetst of deze 
op een vergelijkbare manier werkt. Ik maak daarbij gebruik van hetzelfde academische 
model als Lalmohamed. Bos heeft voor zijn casus aangetoond dat het technisch haalbaar is 
om wetsregels te implementeren in Semantic Web met Protégé (Bos, 2013). Zijn uitwerking 
zal als referentie gebruikt worden. Hoewel in mijn onderzoek ook aangetoond zal moeten 
worden dat het daadwerkelijk mogelijk is de HIPAA-casus vanuit het gekozen juridische 
raamwerk technisch te implementeren, zal de nadruk liggen op het hoe en waarom. 
Belangrijk hierbij is de gelaagde structuur van het Semantic Web. Doel is een zo generiek 
mogelijke uitwerking. Dit betekent dat eerst onderzocht wordt of bepaalde domeinspecifieke 
ontologieën hergebruikt kunnen worden. Selectie van een of meerdere ontologieën is 
onderdeel van het literatuuronderzoek. Daarnaast wordt onderzocht of herbruikbare 
componenten in de vorm van Ontologie Design Patterns (ODP’s) van toegevoegde waarde 
zijn voor dit onderzoek. Als voor bepaalde delen geen gebruik gemaakt kan worden van 
bestaande ontologieën, dan zal voor de implementatie van deze delen aangesloten worden 
op de gelaagde architectuur van het Semantic Web, beginnend bij de lagere ontologie 
niveaus en als dit niet lukt hoger op de Semantic Web Stack richting het regelniveau. Als 
implementatie op de basis van het voorgaande niet mogelijk is, dan zal uitgeweken worden 
naar een alternatief als SPARQL (SPARQL Protocol and RDF Query Language). Dit heeft 
niet de voorkeur omdat dit buiten de reasoner-functionaliteit met behulp van Semantic Web- 
technieken valt. 
In het onderzoek zal op basis van academische begrippen beargumenteerd worden waarom 
een bepaalde implementatiekeuze is gemaakt en hoe deze wordt uitgevoerd; ook hoe deze 
uitgevoerd kan worden als de implementatie-inspanning niet binnen de omvang van dit 
onderzoek zou passen.  
Met het voorgaande is het onderzoek afgebakend en zijn er aandachtspunten uitgewerkt die 
gebruikt kunnen worden om het succes van de implementatie te evalueren. Voor alle 
duidelijkheid: het gaat bij de confrontatie met resultaten van andere onderzoekers niet om 
een vergelijkingsonderzoek - dit vereist namelijk een compleet andere onderzoeksopzet - 
maar om een reflectie op de uitgevoerde implementatie.   
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2.2 Onderzoeksmodel 
In de literatuurstudie is onderzocht welke aandachtspunten relevant zijn bij het opzetten en 
uitvoeren van deze haalbaarheidsstudie. Deze aandachtspunten zijn opgenomen in het 
conceptuele onderzoeksmodel, zoals schematisch weergegeven in figuur 1. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Bestudering van wetenschappelijke literatuur over Hohfeldian legal concepts, wetten en 
regels met Semantic Web, requirements voor het modelleren van wetgeving en kennis van 
Semantic Web en Protégé levert relevante aandachtspunten voor de uitvoering van een 
haalbaarheidsstudie, waarmee de implementatie van een specifieke wet - de HIPAA - met 
Semantic Web-technieken geëvalueerd wordt.  
De evaluatie van de implementatie – waarbij ook de uit literatuur bekende beperkingen van 
Semantic Web meegenomen worden – resulteert uiteindelijk in beantwoording van de 
probleemstelling. Een analyse van de resultaten resulteert daarnaast in aanbevelingen voor 
vervolgonderzoek. 
 
2.3 Betrouwbaarheid en validiteit 
Bij de evaluatie van een casestudy zijn de volgende aspecten relevant (Yin, 2009):  
 Constructvaliditeit (begripsvaliditeit) 
 Interne validiteit 
 Externe en ecologische validiteit 
Figuur 1. Onderzoeksmodel 
Literatuur Hohfeldian 
legal concepts 
Relevante 
aandachtspunten 
voor implementatie  
haalbaarheidstudie 
Aanbevelingen  
voor vervolg- 
onderzoek 
Literatuur wetten en 
regels met Semantic 
Web 
Analyse van de 
resultaten 
Casestudy: HIPAA 
Literatuur 
requirements  
voor het modelleren 
van wetgeving 
Kennis Semantic 
Web en Protégé 
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 Betrouwbaarheid 
 Triangulatie en mate van maatwerk 
Bij constructvaliditeit is de vraag relevant in hoeverre er een correcte operationalisering 
uitgewerkt is voor de begrippen die bestudeerd worden. Volgens Yin kan dit vastgesteld 
worden door het gebruik van meerdere bronnen van bewijs en door het realiseren van een 
keten van bewijs (Yin, 2009).  
Wat betekent dit voor dit onderzoek? Er is al onderzoek bekend naar de implementatie van 
wetgeving met Semantic Web. Er is echter geen onderzoek bekend naar het uitdrukken van 
Hohfeldian legal concept met Semantic Web-technieken voor een specifieke wet als de 
HIPAA, om daarmee juridische kwalificaties te kunnen doen. Dit onderzoek is een 
haalbaarheidsstudie waarbij de focus ligt op het hoe en waarom. De bronnen van 
bewijsvoering zijn de verschillende wetenschappelijke artikelen over het implementeren van 
wetten met Semantic Web technieken en het niveau van implementatie. Een keten van 
bewijs wordt opgebouwd door het toepassen van dezelfde heuristieken als bij de PRM 
(Maxwell & Anton, 2010) en het zorgvuldig vastleggen van het gebruik van deze werkwijze.  
Bij interne validiteit gaat het om de mate waarin het redeneren binnen het onderzoek correct 
is uitgevoerd. In het algemeen gaat het dan om de mate waarin er causale relaties bestaan 
tussen de variabelen in het onderzoek. Omdat de onderzoeksconcepten niet kwantitatief zijn 
en er geen statistische afhankelijkheid is, staat de interne validiteit niet onder druk.  
Bij externe validiteit gaat het om de vraag in hoeverre de resultaten van een onderzoek te 
generaliseren zijn. In dit onderzoek wordt via een casestudy met een specifieke wet 
diepgaand onderzoek gedaan naar de implementatie van juridische normen met Semantic 
Web. Vanwege de focus op de inhoudelijke diepgang is de verwachting dat er geen grote 
externe validiteit aangetoond kan worden. Aan de andere kant wordt in dit onderzoek gebruik 
gemaakt van herbruikbare componenten in de vorm van Design Patterns. Dit zal naar 
verwachting wel bijdragen aan een grotere externe validiteit. 
Bij ecologische validiteit gaat het om de mate waarin de resultaten van de ene groep naar 
een andere groep gegeneraliseerd kunnen worden (Saunders, 2011). In het onderzoek zal 
aandacht besteed worden in hoeverre de gebruikte methode ook toepasbaar is voor andere 
wet- en regelgeving. 
Bij de betrouwbaarheid van een casestudy gaat het erom dat het onderzoek consistente 
resultaten oplevert (Saunders, 2011). Het gebruikmaken van een raamwerk als de 
Hohfeldian legal concepts draagt bij aan de betrouwbaarheid van dit onderzoek. Dit omdat in 
dit onderzoek met Semantic Web-technieken, regels geconstrueerd worden op basis van de 
theorie van Hohfeld en de resultaten hiervan verifieerbaar zijn op basis van objectieve 
criteria. Daarnaast vindt de analyse van de HIPAA-wettekst plaats op basis van goed 
gedocumenteerde heuristieken (Lalmohamed, 2014). 
De kwaliteit van het totale onderzoeks- en ontwerpproces wordt bepaald door verschillende 
aspecten. De twee belangrijkste zijn hiervoor al behandeld: validiteit en betrouwbaarheid. 
Voor het vergroten van de kwaliteit wordt in dit onderzoek gebruik gemaakt van methodische 
triangulatie (Saunders, 2011). In de literatuurstudie is onderzocht wat de mogelijkheden en 
onmogelijkheden zijn van het implementeren van regels met Semantic Web technieken. 
Daarnaast wordt bij dit haalbaarheidsonderzoek de casus en het academische model van 
Lalmohamed en de methode en technische context van Bos toegepast. De argumentatie 
voor het toepassen van triangulatie is dat door een gecombineerde toepassing van de 
verschillende methoden de deelaspecten van het probleem beter kunnen worden 
onderzocht; elke methode heeft immers zijn beperkingen.  
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3. Literatuurstudie 
 
3.1  Juridische teksten als requirements voor business processen 
Al vanaf de tijd dat de veelzijdige wetenschapper Leibniz (1646-1716) voorstelde om formele 
logica toe te passen op wet- en regelgeving zijn, zijn wetenschappers gefascineerd door de 
idee om een juridische beslissing af te leiden uit juridische bronnen, op dezelfde manier als 
bij logische deductie een conclusie afgeleid wordt vanuit een set axioma’s. Het voordeel van 
het terugbrengen van juridisch redeneren tot logische deductie is dat dit tot een grotere 
rechtszekerheid en toetsbaarheid kan leiden.   
Door Sartor worden echter een aantal kanttekeningen geplaatst bij de relatie tussen 
wetgeving en logica (Sartor, 2005). Hij beargumenteert dat het juridische werkveld in de 
ogen van sommige logici gezien wordt als gedomineerd door retorische vormen en wazige 
concepten, waarbij onterecht vertrouwd wordt op rechtvaardigheid op basis van handhaving 
van autoriteiten. In de ogen van de jurist wordt logica soms gezien als triviaal: de complexe 
en technische mechanismen van formele logica maken alleen maar expliciet wat al bekend 
is, zonder een substantiële bijdrage te kunnen geven aan de complexe taak om juridische 
oplossingen te vinden voor nieuwe problemen.  
Toch zijn de Artificial Intelligence (AI) onderzoeksgemeenschap en het juridische werkveld 
de afgelopen twintig jaar wel nader tot elkaar gekomen bij het modelleren van juridische 
normen en richtlijnen met het gebruik van logica en andere formele technieken (Ashley & van 
Engers, 2011). De gebruikelijke werkwijze begint met de analyse van een juridische tekst, 
waarbij de normen en richtlijnen geëxtraheerd worden. Vervolgens worden een model en 
een theorie toegepast binnen een logisch raamwerk en tenslotte worden de normen 
gerepresenteerd door te toepassing van een bepaald formalisme. Onderzoekers hebben zich 
dus vooral gericht op het bouwen van logische modellen rechtstreeks vanuit de relevante 
juridische teksten. 
Er zijn enkele specifieke factoren die het extra moeilijk maken om goede requirements uit 
wetteksten te extraheren (Otto & Antón, 2007). Het gaat dan bijvoorbeeld om de noodzaak 
om ambiguïteit op te lossen, het volgen van kruisverwijzingen in juridische teksten en het 
beheersen van de uitgebreide domeinkennis.  
Wat verder opvalt is dat in de bekende onderzoeken, zoals ook door Lalmohamed geschetst, 
weinig aandacht is voor prioritering van juridische requirements. Door Breaux is de Frame-
based Requirements Analysis Method (FBRAM) ontwikkeld (Breaux, 2009). Hoewel FBRAM 
in de eerste plaats bedoeld is als een methodiek om requirements op te stellen om volledig 
compliant te zijn met de wet in casu, levert FBRAM ook een uitgebreide prioriteitshiërarchie 
op van de volledige juridische tekst. De prioriteitshiërarchie wordt gebruikt om te bepalen 
welke requirement voorrang heeft bij juridische uitzonderingsgevallen (exceptions).  
Door de Technical Committee van OASIS (Advancing Open Standards for the Information 
Society) is een lijst gepubliceerd met requirements voor rule languages voor het modelleren 
van juridische normen. Als uitgangspunt voor de door OASIS ontwikkelde Legal RuleML 
language zijn onder andere de volgende requirements uitgewerkt: ondersteuning van 
verschillende typen regels (constitutieve en prescriptieve regels), isomorphisme, het 
representeren van normatieve waarden en de effecten daarvan, en last but not least de 
implementatie van defeasibility4 (zie paragraaf 3.1.1). Deze requirements vormen een 
                                               
4
 Gerelateerd aan defeasible logic, waarbij bepaalde argumenten in een redenering weerlegbaar zijn. 
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interessante maatlat voor het modelleren van wetregels. Zie voor een toelichting van de 
meest relevante begrippen de Appendix.  
Formele logica speelt een belangrijke rol bij het extraheren van juridische requirements. In 
de volgende paragraaf wordt dit verder toegelicht.  
 
3.1.1 Monotone en niet-monotone logica 
Semantic Web-standaarden als RDF, RDFS en OWL (zie paragraaf 3.3.2) zijn in hoofdzaak 
gebaseerd op klassieke predicatenlogica, een vorm van monotone logica. Bij monotone 
logica verandert het waar of onwaar zijn van een propositie niet als er nieuwe informatie aan 
het systeem wordt toegevoegd (Boer, 2009). 
 
Door Sartor wordt aangegeven dat het vanwege de dynamiek van juridische fenomenen 
onmogelijk is om juridische regels alleen uit te drukken met behulp van monotone logica 
(Sartor, 2012).5 Implementaties die volledig gebaseerd zijn op monotone logica kunnen niet 
goed omgaan met inconsistente informatie. Als er een inconsistentie ontstaat kunnen 
willekeurige conclusies getrokken worden. Er zijn verschillende situaties denkbaar waarbij 
tegenstrijdige regels kunnen ontstaan binnen de context van het Semantic Web. 
Voorbeelden zijn: redeneren met incomplete informatie, regels met uitzonderingen 
(exceptions) en het samenvoegen van verschillende ontologieën.  
Vanuit het AI-onderzoeksveld wordt onderzoek gedaan naar vormen van niet-monotoon 
redeneren, om op die manier meer realistische modellen van redeneren te kunnen 
ondersteunen dan de klassieke predicatenlogica. Het gaat dan om vormen van redeneren 
die om kunnen gaan met incomplete en mogelijk inconsistente informatie, waarbij conclusies 
teruggedraaid kunnen worden, als nieuwe informatie beschikbaar komt.  
 
Een vorm van redeneren die hier op aansluit is defeasible reasoning. Deze vorm van 
redeneren is gebaseerd op argumenten die weerlegbaar zijn, dit in tegenstelling tot 
onweerlegbare argumenten bij deductieve en monotone logica. De defeasible logic waarin dit 
geformaliseerd is bestaat uit drie soorten proposities: strict rules, defeasible rules en 
defeaters (Nute, 1994). Voor de defeasable rules en de defeaters kan een bepaalde 
prioriteitvolgorde worden gespecificeerd. Gedurende het proces van deductie worden de 
strict rules altijd toegepast, terwijl een defeasible rule alleen toegepast kan worden als er 
geen defeaters met een hogere prioriteit zijn die dit weerleggen. Defeasible reasoning wordt 
ook in het juridische domein toegepast. De toegevoegde waarde van een ontologie als LKIF 
(zie paragraaf 3.3.4) is juist ook de representatie van juridische normen door toepassing van 
defeasible rules.6  
 
Een andere relevante logica in de context van niet-monotoon redeneren is default logic. 
Default logic is een niet-monotone logica ontwikkeld door Reiter, die ervan uitgaat dat kennis 
gerepresenteerd wordt in termen van een standaard (default) theorie van het domein (Reiter, 
1980). Deze theorie maakt een uitdrukking mogelijk in termen van: standaard is iets waar of 
juist niet waar.  
Geformaliseerd: een default theorie is een paar (D, W).  
W is een verzameling eerste orde logica formules die de feiten representeert die zeker zijn. 
D is een set van default regels in de vorm van: 
                                               
5
 Zie ook (Ceci, 2013) en (Boer, 2009) 
6
 LKIF = Legal Knowledge Interchange Format 
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 A:B1,..,BN 
      C 
Hier zijn A, Bi, C standaard formules uit de predicatenlogica. Intuïtief heeft dit de volgende 
betekenis: Als A bewijsbaar is en voor alle ∀i ∈ [1,N] ⇒ ￢Bi geldt dat dit niet bewijsbaar is, 
leidt dan C af.  
 
Een concreet voorbeeld maakt dit meer duidelijk: 
 
vogel(X):vliegt(X) 
       vliegt(X)                         
 
Dit in combinatie met de regel: pinguïn(X) → ￢vliegt(X) 
Volgens deze regels geldt: als X een vogel is en er kan aangenomen wordt dat X vliegt 
(omdat er geen bewijs is dat X niet kan vliegen), concludeer dan dat X vliegt. Één van de 
uitzonderingen op deze regel is een pinguïn die niet vliegt.  
 
3.1.2 Traceerbaarheid van requirements 
Juridische teksten hebben enkele kenmerken die speciale aandacht vereisen bij het 
extraheren van requirements van juridische teksten (Otto & Antón, 2007).  
Denk hierbij aan: 
• wetsregels kunnen elkaar aanvullen, overlappen of tegenspreken 
• sommige onderdelen van de wet wijzigen regelmatig 
• regelgeving kan ook verwijzen naar andere onderdelen van bepaalde regelgeving 
 
Wetgeving is in hoge mate onderling verweven vanwege de bovengenoemde aanvullingen, 
overlappingen en verwijzingen. Om tegenstrijdigheden bij juridische normen te voorkomen 
zijn vanuit  het juridische werkveld zelf meta-regels uitgewerkt zoals de lex specialis en de 
lex posterior (Van Engers, Boer, Breuker, Valente, & Winkels, 2008). 7 Het toepassen van 
meta-regels kan op het eerste gezicht tot verschillen leiden omdat de normatieve status van 
een individuele regel af kan wijken van de het resultaat van het normatieve systeem als 
geheel. Daarnaast kan toepassing van deze metaregels resulteren in uitzonderingsstructuren 
die voor leken moeilijk te volgen zijn. 
Het voorgaande toont aan dat het noodzakelijk is om op een systematische manier met 
traceerbaarheid van requirements om te gaan. Ik sluit voor dit onderdeel van het 
literatuuronderzoek aan op het onderzoek van Lalmohamed. In mijn onderzoek ga ik ook uit 
van twee aspecten van traceability: (1) het kunnen leggen van een relatie tussen artikelen 
van een juridische tekst met de bijbehorende requirements en vice versa en (2) het beheer 
van cross-references. 
 
3.1.3 Ambiguïteit van requirements 
Doelstelling van dit onderzoek is een eenduidige vertaalslag te maken van de wettekst naar 
requirements en implementatie met Semantic Web. In de praktijk kan wetgeving echter 
ambigu zijn, ofwel voor meerdere interpretaties vatbaar (Breaux & Antón, 2007). Bij het 
maken van de vertaalslag ligt de focus – net als bij Lalmohamed (2014) - op het voorkomen 
van logische ambiguïteit, waarbij het er om gaat om dat een enkel woord op verschillende 
manieren kan worden geïnterpreteerd en voegwoorden aanwezig zijn. Inconsistenties doen 
zich niet alleen voor bij de vertaalslag van wetteksten naar requirements. Inconsistenties 
                                               
7
 Zie voor toelichting van deze begrippen de Appendix 
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kunnen ook voorkomen tussen requirements onderling, tussen regels en requirements en 
tussen regels onderling. De focus ligt bij requirements op de formulering van eisen en bij 
regels op formuleringen in de vorm van gebeurtenis, conditie en actie. Een mogelijke 
oplossing voor het voorkomen van inconsistenties is het toevoegen van prioriteiten aan 
bepaalde requirements. Dit is bijvoorbeeld mogelijk door aansluiting te zoeken bij een 
juridische meta-regel als de lex specialis (zie Appendix). 
 
3.2 Hohfeldian legal concepts 
 
3.2.1 Wat zijn Hohfeldian legal concepts? 
Om Hohfeldian legal concepts goed te kunnen plaatsen, is het belangrijk het bredere kader 
van juridische ontologieën en deontische logica te zien. Juridische ontologieën verschillen 
van die van andere domeinen als geneeskunde en engineering, in het feit dat zij een breed 
gebied afdekken van hoofdzakelijk common-sense concepten die onderdeel zijn van fysieke, 
abstracte, mentale en sociale ‘werelden’ (Benjamins, Casanovas, Breuker, & Gangemi, 
2005). Gemene deler bij de verschillende juridische domeinen is de belangrijke rol die is 
weggelegd voor normen en verantwoordelijkheden. Normen hebben een belangrijke functie 
bij het richting geven, coördineren en beheersen van menselijk gedrag. In het recht worden 
normen geformaliseerd (Boer, 2009). 
 
Deontische logica wordt gebruikt om de normatieve structuren en normatieve redeneringen 
die in wetten voorkomen te analyseren (Wieringa & Meyer, 1993). Deontische logica is de 
formele logica die gebruikt wordt om te redeneren met ideaal en daadwerkelijk gedrag. De 
norm representeert daarbij het ideaal: wat het geval zou moeten zijn, of zou moeten 
gebeuren volgens de betrokkenen die de norm heeft opgesteld (Engers et al., 2008). De 
deontische logica is als modale predicatenlogica uitgewerkt met operatoren voor obligation 
(O), permission (P), en prohibition (F). Als x voor een bepaalde handeling staat, dan 
betekent O(x) de verplichting om x uit te voeren, P(x) betekent dat het toegestaan is x uit te 
voeren en F(x) betekent dat het verboden is x uit te voeren. De deontische concepten zijn op 
verschillende manieren aan elkaar gerelateerd: zo zijn er onder andere paren van 
tegenstellingen en paren van tegenstrijdigheden.8 Een voorbeeld van een 
tegenstellingenpaar is ‘ban’ en ‘obligation’. Een bepaalde actie kan immers niet tegelijkertijd 
verboden en verplicht zijn. De volgende deontische concepten zijn equivalent (Beller, 2008): 
O(x) ≡ ¬P(¬ x) 
¬O(¬x) ≡ P(x) 
O(¬x) ≡ F(x) 
¬P(x) ≡ F(x). 
 
De Hohfeldian legal concepts vormen een verdere verfijning van de concepten uit de 
deontische logica (Hohfeld, 1917). Met behulp van de Hohfeldian legal concepts is het 
mogelijk de belangrijkste juridische normen uit een tekst af te leiden. Hohfeld heeft een 
analytisch schema uitgewerkt waarin hij vier verschillende categorieën van juridische relaties 
tussen partijen onderscheidt, waarbij hij een aantal juridische verschillen uitwerkt tussen de 
verschillende juridische standpunten (Boer, 2009). In zijn visie zijn er acht van dit soort 
entiteiten, met aan de ene kant: Right, Privilege, Power en Immunity en aan de andere kant 
                                               
8
 Zie voor toelichting van de gerelateerde begrippen ‘contradictories’ en ‘contraries’ de Appendix  
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de gecorreleerde begrippen: Duty, No-right, Liability en Disability. Hieronder een korte 
toelichting van de begrippen: 
• Right: Een aanspraak die een actor maakt op de verplichting van andere actoren 
• Duty: Een actie die een actor uit moet voeren 
• Privilege: Een actor heeft geen verplichting 
• No-right: Een actor heeft geen recht  
• Power: De mogelijkheid van een actor om een juridische relatie te veranderen en 
tevens de mogelijkheid om de plicht een actie uit te voeren bij een ander te leggen 
• Liability: De verantwoordelijkheid om een actie uit te voeren 
• Immunity: Stelt dat een actor geen verplichting heeft 
• Disability: Een partij heeft geen juridische macht om iets af te dwingen 
 
Uit deze juridische concepten kunnen normatieve correlaties en tegenstellingen worden 
afgeleid. Correlaties zijn de verticale pijlen in onderstaand diagram. De diagonale pijlen 
geven het juridische tegengestelde aan. 
 
Figuur 2. Hohfeldian legal concepts: tegengestelden en correlaties (Sartor 2006) 
Juridische concepten hebben een correlatie als het ene juridisch concept een ander concept 
impliceert. Bijvoorbeeld: als voor actor A een ‘Right’ geldt ten aanzien van actor B die A’s 
tegenpartij is, betekent dit dat actor B een ‘Duty’ heeft richting actor A. Het juridische concept 
‘Duty’ is een geïmpliceerd concept uit het juridische concept ‘Right’. Juridische concepten 
zijn elkaars juridische tegenhanger als het bestaan van de een het bestaan van de ander 
uitsluit. Bijvoorbeeld: als iemand een bepaald ‘Right’ heeft dan sluit dit uit dat deze persoon 
in deze context een ‘No-Right’ heeft.  
 
De Hohfeldian legal concepts zijn gerelateerd aan verschillende typen regels, zoals 
regulatieve en constitutieve regels. Bij regulatieve regels gaat het om normatieve regels die 
acties reguleren door deze te verbieden, te verplichten of toe te staan. Het gaat hierbij om 
het reguleren van bestaand gedrag. Voorbeelden van gerelateerde Hohfeld legal concepts 
zijn Right-Duty en Privilege-No-Right. Constitutieve regels zijn regels die het regelsysteem 
zelf definiëren (Searle, 1969). Constitutieve regels leggen het raamwerk vast waarbinnen 
regulatieve regels werkzaam zijn. Een constitutieve regel roept iets in het leven dat 
onafhankelijk van die regel niet bestaat. Spelregels zijn een goed voorbeeld van constitutieve 
regels (Stokhof, 2000). Het schaakspel bestaat alleen door de gratie van de regels die ervoor 
zijn opgesteld. Constitutieve regels binnen Hohfelds denkkader zijn Power-Liability en 
Immunity-Disability. Het onderscheid tussen regulatieve en constitutieve regels is ook terug 
te zien in het pattern dat gebruikt wordt voor de implementatie (zie paragraaf 4.1.1).    
 
De Hohfeld legal concepts zijn niet zonder kritiek gebleven (Boer, 2009). De naamgeving van 
Hohfelds begrippen is soms verwarrend. Zo suggereert de naam van het begrip ‘Privilege’ 
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meer dan het in feite betekent. Het begrip ‘Privilege’ kan ook permissie, recht of vrijheid 
worden genoemd. Een ander probleem is de betekenis van het tegengestelde begrip. De 
tegenover elkaar liggende paren hebben net iets andere betekenissen, die niet alleen maar 
vastgesteld kunnen worden door eenvoudigweg de negatie van de het tegenovergestelde 
begrip te nemen. Dit is een andere indicatie dat deze patronen eigenlijk geen fundamentele 
begrippen kunnen zijn. Een andere opmerking is dat de categorieën van Hohfeld niet altijd 
zouden voldoen aan ‘Ockham’s razor’. Dit omdat er verschillende manieren zijn waarop de 
acht fundamentele begrippen in elkaar uitgedrukt kunnen worden. 
 
3.2.2 Implementaties met Hohfeldian legal concepts 
Het onderzoek van Hohfeld en gerelateerd vervolgonderzoek heeft veel navolging gehad en 
vormde het begin van een systematische aanpak. Dit was echter nog niet voldoende als 
formele theorie en als basis voor implementatie met informatiesystemen. Door Allen en 
Saxon (Allen & Saxon, 1995) zijn de Hohfeldian legal concepts verder uitgewerkt tot een 
model waarmee deontische normstructuren gerepresenteerd konden worden: de A-
HOHFELD legal concepts. Allen en Saxon lieten in hun werk zien hoe het systeem van 
Hohfeldian legal concepts gebruikt kon worden om een formele taal te definiëren, om op 
basis daarvan een juridische tekst precies te analyseren en daarmee ambiguïteit weg te 
nemen. 
 
Er zijn verschillende onderzoeken bekend waarbij de Hohfeldian legal concepts als 
hulpmiddel zijn gebruikt om juridische requirements te specificeren. Bekende voorbeelden 
zijn het Nomos framework (Siena, Mylopoulos, Perini, & Susi, 2009) en de PRM (Production 
Rule Methodology) (Maxwell & Anton, 2010). Door Siena en andere onderzoekers is het 
Nomos framework ontwikkeld, dat als doel heeft de om een requirementsanalist te 
ondersteunen bij het opstellen van requirements die compliant zijn aan wetgeving (Siena et 
al, 2009). Bij onderzoek aan de North Carolina State University gericht op het gebruik van 
formele methoden om wetgeving te modelleren, lag de focus op specifieke problemen om 
wetgeving te modelleren en op methoden om juridische teksten systematisch te analyseren . 
Dit resulteerde in de PRM. Onderstaande tabel toont de acht Hohfeldian legal concepts met 
de bijbehorende rule patterns zoals toegepast in de PRM. De kolom ‘normative phrases’ laat 
zien welke woorden uit een specifieke juridische bepaling gerelateerd kunnen worden aan 
een bepaald legal concept. Vanuit het gedachtegoed van de PRM zijn de relevante legal 
concepts dus af te leiden uit de woorden die gebruikt worden in de normative phrases. In 
figuur 3 is zichtbaar dat bij elk legal concept ook een implied concept bestaat. Als 
bijvoorbeeld een persoon een recht (Right) op een notificatie door een ziekenhuis heeft, 
betekent dit immers tegelijkertijd een plicht (Duty) voor dat ziekenhuis een notificatie te 
sturen. De toegevoegde waarde van de theorie van Hohfeld is dat impliciete aannamen en 
gevolgen expliciet gemaakt worden.   
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Figuur 3. Legal concepts, rule patterns & normative phrases (Maxwell, 2010) 
Door Francesconi is een model ontwikkeld om normatieve bepalingen en de daaraan 
gerelateerde axioma’s met RDF(S)/OWL te representeren als wetenschappelijke bijdrage om 
het Semantic Web te gebruiken voor het juridische domein (Francesconi, 2014). In zijn 
onderzoek is een Design Pattern met OWL-DL technieken gebruikt om de Hohfeldian legal 
relaties voor wetregels te implementeren. De uitkomst van zijn onderzoek is vooral bedoeld 
om een nuttige bijdrage te leveren bij de verfijning van semantische annotaties bij juridische 
teksten. De focus in mijn onderzoek ligt op de toepassing van Hohfeldian legal concepts bij 
de normatieve kwalificatie van verschillende juridische casussen binnen de context van een 
specifieke wet: de HIPAA. 
 
3.3 Regels en Semantic Web 
 
3.3.1 Ontologieën en epistemologische denkkaders 
Er zijn een aantal belangrijke begrippen die bij meerdere onderdelen in dit onderzoek 
terugkomen, zoals de begrippen ontologie en epistemologische denkkaders. De focus ligt 
hierbij al op toepassing in de context van Semantic Web. Zie voor verdere toelichting van 
Semantic Web-technologieën paragraaf 3.3.2. 
Ontologieën zijn een essentieel onderdeel van het Semantic Web. Voor een definitie van het 
begrip ontologie sluiten we aan bij de definitie van Wyner: ‘Explicit, formal, and general 
specification of a conceptualization of the properties of and relations between objects in a 
given domain’ (Wyner, 2008). In de literatuur zijn uiteenlopende strategieën bekend voor het 
classificeren, analyseren en vergelijken van ontologieën (Casellas, 2008). Op het gebied van 
classificatie wordt onderscheid gemaakt op basis van het doel, de mate van formalisatie (los 
versus strikt), de complexiteit, de generaliseerbaarheid, de nauwkeurigheid van de ontologie 
en vele andere factoren. Figuur 4 toont een overzicht van een mogelijke indeling. 
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Figuur 4. Ontologie-typologieën (Casellas,2008). 
Bij het toepassen van ontologieën is het belangrijk oog te hebben voor de gelaagdheid van 
ontologieën. Zo is er een onderscheid tussen top-level (core) en domeinontologieën. Bij top-
level-ontologieën gaat het om het beschrijven van zeer generieke concepten als tijd, ruimte, 
object, gebeurtenis en actie, onafhankelijk van een bepaald domein. Bij een domein- 
ontologie gaat het om de vocabulaire van een bepaald domein, bijvoorbeeld het juridische 
domein.  
Ontologieën worden niet alleen gebruikt om een bepaald domein te representeren, maar ook 
om concepten te definiëren en om de relaties daartussen te beschrijven. Een ontologie is 
dan ook meer dan een hiërarchische structuur van concepten of een taxonomie. 
Als we de vertaalslag maken naar Semantic Web is dit in feite gebaseerd op machine-
leesbare beschrijvingen van informatie, die gekoppeld zijn aan ontologieën waarin de 
gebruikte termen gedefinieerd worden.  
Ontologieën zijn nauw verwant aan epistemologische denkkaders (Engers, Boer, Breuker, 
Valente, & Winkels, 2008). Epistemologische denkkaders beschrijven de rol die kennis speelt 
bij redeneren in een bepaald domein, terwijl in een ontologie concepten en de relaties tussen 
concepten beschreven wordt. Omdat de praktijk van het recht vooral gericht is op de 
rechtvaardiging van juridische beslissingen (Breuker & Hoekstra, 2004) is het geen 
verrassing dat de meeste juridische ontologieën eigenlijk epistemische denkkaders zijn. 
 
3.3.2 Overzicht Semantic Web  
Het Semantic Web biedt een standaard framework waarmee data gedeeld en hergebruikt 
kan worden. Het Semantic Web kan gezien worden als een vervolgstap op het World Wide 
Web, waarbij kennis niet alleen zichtbaar en interpreteerbaar voor mensen is, maar ook voor 
software agents. Door het leggen van verbanden tussen verschillende informatiebronnen 
kunnen met deze software agents nieuwe inzichten ontstaan. Figuur 5 toont de architectuur 
van het Semantic Web. 
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Figuur 5. Semantic Web stack (Berners-Lee) 
Bij de toelichting van de architectuur van het Semantic Web, wordt de focus gelegd op de 
onderdelen die relevant zijn voor dit onderzoek.  
RDF9 (Resource Description Framework) is een standaard model voor de uitwisseling van 
gegevens op het web. Het RDF-model beschrijft de kenmerken van bronnen op het web (de 
zogenaamde resources) in de vorm van een ‘triple’, een structuur in de vorm van subject-
predicaat-object. Het subject is de bron (resource) die beschreven wordt. Het predicaat is het 
kenmerk van de bron die beschreven wordt. Het object is de waarde van dat kenmerk. Deze 
terminologie is afkomstig uit de logica- en taalkunde.  
RDFS (RDF Schema) is een uitbreiding op RDF en is een vocabulaire voor het beschrijven 
van classes en properties van op RDF gebaseerde resources. Dit inclusief mogelijke 
hiërarchische verbanden van deze classes en properties (Giri, 2011). Zogenaamde triple-
stores zijn nodig om RDF gegevens vast te leggen. Deze gegevens zijn in verschillende 
varianten te verkrijgen. Belangrijk hierbij is dat het benaderen van deze stores ook 
gestandaardiseerd is door W3C. Hiervoor is de querytaal SPARQL10 ontwikkeld (Shadbolt, 
Hall, & Berners-Lee, 2006). 
Daarnaast is voor het Semantic Web een eigen ontologietaal beschikbaar: OWL (Web 
Ontology Language). Met OWL is het mogelijk een conceptueel schema van een bepaald 
domein in Semantic Web vast te leggen. Een andere belangrijke functie van OWL is om 
conclusies te kunnen trekken uit de kennis die is vastgelegd: het afleiden van impliciete 
kennis uit de expliciet vastgelegde kennis. 
OWL bouwt qua vocabulaire voort op RDF en RDFS en biedt daarbij de mogelijkheid om 
relaties te leggen tussen classes, cardinaliteiten, uitgebreidere typeringsmogelijkheden voor 
properties en aanvullende karakteristieken voor properties.11 Ontologieën in OWL zijn 
gebaseerd op Description Logics en daarmee op klassieke logica. Dit heeft bepaalde 
                                               
9
 Zie website: https://www.w3.org/RDF/ 
10
 SPARQL Protocol and RDF Query Language; website: http://www.w3.org/TR/sparql11-overview/ 
11
 Website https://www.w3.org/2001/sw/wiki/OWL, geraadpleegd 6 maart 2016 
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voordelen, zoals bijvoorbeeld een goede aansluiting met het Open World-paradigma en 
goede herbruikbaarheid. Daarnaast zijn de classificatie-eigenschappen van een ontologie 
relatief eenvoudig te begrijpen. Ontologieën bieden echter niet de beslissingsmogelijkheden 
die regels wel kunnen bieden.  
De Semantic Web Rules Language (SWRL) is een ontologietaal die OWL integreert met een 
regellaag die daar bovenop is geplaatst (Eiter, Ianni, Krennwallner, & Polleres, 2008). Het 
doel van SWRL is om bepaalde beperkingen in uitdrukkingsmogelijkheden van ontologie-
talen te overwinnen, door regels toe te voegen aan de ontologie. Door gebruik te maken van 
SWRL wordt OWL uitgebreid met uitdrukkingen die veel weg hebben van Horn-clausules: 
bijvoorbeeld a1 ∧  … ∧  an ← b1 ∧  . . . ∧  bk. Horn-clausules zijn ook van belang bij de PRM 
(Production Rule Methodology)-methode.  
 
   
Figuur 6. Belang regels en ontologieën (Papataxiarhis, 2007) 
Figuur 6 geeft de sterke punten van zowel regels als ontologieën duidelijk weer. Regels 
hebben uitgebreide uitdrukkingsmogelijkheden terwijl ontologieën een goede 
conceptualisering van het kennisdomein mogelijk maken.  
Het is in de context van het Semantic Web ook relevant stil te staan bij de mogelijke 
inconsistentie van een ontologie. Een inconsistente ontologie is een ontologie die op grond 
van wat vermeld is in de ontologie geen modellen kan hebben en in feite niets omvat. Dit 
sluit aan op klassieke propositie logica, waarbij een enkele inconsistentie het gehele systeem 
ongeldig maakt en een willekeurige afleiding mogelijk maakt. Denk aan: A en niet A = 
‘onwaar’, waarbij alles van ‘onwaar’ afgeleid kan worden. Een triviale methode om 
inconsistenties te elimineren is om te proberen de inconsistente regels te isoleren en te 
verbeteren. 
   
3.3.3 Onderzoek naar implementatie wetgeving met Semantic Web 
Ondanks de relatieve nieuwheid van Semantic Web is er al veel onderzoek gedaan naar de 
implementatie van wetgeving met Semantic Web-technieken. Met name onderzoek naar 
juridische ontologieën in combinatie met de extractie van semantische normen gebaseerd op 
Natural Language Processing (NLP) (Francesconi, Montemagni, Peters, & Tiscornia, 2010) 
heeft een sterke impuls gegeven aan het modelleren van juridische concepten (Benjamins et 
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al, 2005). Er is een grote diversiteit van ontologieën ontwikkeld, met een grote diversiteit van 
toepassingen. De vraag komt op waarom juridische ontologieën zo belangrijk zijn. Een 
verklaring hiervoor is dat juridische ontologieën wel de missing link genoemd worden tussen 
AI & Law and Legal Theory (Valente & Breuker, 1994). De ontologieën voor het juridische 
domein zijn nuttig bij toepassingen als het organiseren en structureren van informatie, 
semantische indexering, integratie en bij redeneren en probleemoplossen. Bij het 
voorgaande moet de kanttekening worden geplaatst dat het Semantic Web niet specifiek 
ontwikkeld is voor het modelleren van wet- en regelgeving. Dit impliceert ook dat het niet zo 
hoeft te zijn dat Semantic Web-technologie de ‘state of the art’ op het gebied van juridische 
kennisrepresentatie is. 
In dit onderzoek ligt de focus op het toepassen van regels op wetteksten, ofwel 
redeneren en het oplossen van problemen. Ontologieën kunnen daarbij gebruikt worden als 
een terminologie-onderdeel van een kennisdatabase, om zo in staat te zijn beweringen af te 
leiden uit de op te lossen probleemsituatie. De rol van een ontologie in deze situatie is het 
representeren van de kennis van een domein zodat een automatisch redeneer-logica-
mechanisme problemen kan representeren en oplossingen voor deze problemen kan 
genereren. Ontwerpkeuzes bij de samenstelling van een ontologie worden sterk beïnvloedt 
door het doel van de ontologie. Hoe de kennis gestructureerd en geformaliseerd wordt in de 
ontologie is afhankelijk van hoe het door de redeneerlogica gebruikt wordt om de gewenste 
conclusie te kunnen trekken. De redeneercontext beperkt daarbij de herbruikbaarheid van de 
ontologie. Dit fenomeen staat wel bekend als de ‘inference bias’ (Valente, 2005). Inference 
bias is onontkoombaar omdat geen enkele formulering volkomen neutraal is.  
In het nu volgende worden een aantal concrete voorbeelden van onderzoek naar 
juridische ontologieën benoemd. Door Wyner is een ontologie in OWL uitgewerkt voor Legal 
Case-based Reasoning (LCBR) (Wyner, 2008). Vanuit het Leibniz Institute of Law is 
uitgebreid onderzoek gedaan naar de ontwikkeling van ontologieën voor het juridische 
domein.12 Een belangrijke ontologie uit deze koker is FOLaw (Functional Ontology for Law) 
(Breuker & Hoekstra, 2004). FOLaw specificeert functionele afhankelijkheden tussen 
verschillende kennistypen die belangrijk zijn voor legal reasoning. Hoewel FOLaw een 
belangrijke bron is voor een aantal ontologieën en juridische redeneersystemen bij 
verschillende onderzoeksprojecten, is het echter meer een epistemologisch raamwerk dan 
een core- ontologie. Een ander belangrijke ontologie is LKIF (Legal Knowledge Interchange 
Format). LKIF bestaat uit een juridische core ontologie en een juridische rule language, 
waarmee het mogelijk is om gedetailleerd juridische kennis te representeren en hiermee te 
redeneren.  
Andere relevante (core) ontologieën zijn: Fundamental Legal Conceptions, A-Hohfeld, 
Language for Legal Discourse, Frame-Based Ontology of Law, LRI-Core (Breuker et al., 
2004) en de Core Legal Ontology (Gangemi & Presutti, 2009).  
Een belangrijke andere ontwikkeling in deze context is LegalRuleML. Door de Technical 
Committee van OASIS (Advancing Open Standards for the Information Society) wordt een 
rule interchange language uitgewerkt voor het juridische domein. Hiermee wordt het mogelijk 
de inhoud van een juridische tekst te structureren in machine-leesbaar formaat, wat als bron 
gebruikt kan worden voor vervolgstappen als regel- en gegevensuitwisseling, vergelijking, 
evaluatie en redeneren. Een belangrijk doel bij de ontwikkeling van Legal Rule modelling is 
de ‘gap’ te overbruggen tussen beschrijvingen met natuurlijke taal en het modelleren met 
semantische normen (Athan et al., 2013). Een ander belangrijk doel is te voorzien in een 
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 http://www.leibnizcenter.org/ 
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expressieve XML-standaard voor het modelleren van normatieve regels die voldoen aan 
requirements vanuit het juridische domein. Hierdoor wordt het mogelijk een legal reasoning 
laag te introduceren bovenop de ontologie laag die aansluit bij de Semantic Web stack vanuit 
het W3C.   
Er zijn belangrijke raakvlakken tussen LegalRuleML en SBVR (Semantics of Business 
Vocabularies and business Rules).13 Ik noem SBVR omdat dit ook een belangrijke taal is 
voor het specificeren van regels met Semantic Web-technieken. Met SBVR kunnen 
concepten, definities, regels en feiten in een natuurlijke taal worden uitgedrukt, vergelijkbaar 
met LegalRuleML. Bij SBVR gaat het om business-regels die al dan niet een juridische 
betekenis hebben. Bij LegalRuleML gaat het om uitdrukkingen die uitdrukkelijk wel een 
juridische betekenis hebben, in het bijzonder juridische concepten en processen. 
Onderscheidend bij LegalRuleML is de mogelijkheid van defeasibility (zie paragraaf 3.1.1) en 
de diverse mogelijkheden voor het uitdrukken van deontische concepten. 
 
3.3.4 Selectie ontologie 
Een belangrijke good practice bij het ontwerpen van ontologieën is reusability: hergebruik 
van bestaande ontologieën (Gruber, 1995). Deze good practice wordt in dit onderzoek 
omarmd. Onderdeel van de literatuurstudie is de selectie van een geschikte ontologie die als 
basis van het onderzoek gebruikt kan worden.    
Uitgangspunt bij dit onderzoek is dat ook een eigen juridische ontologie ontworpen moet 
worden, omdat bestaande ontologieën niet naadloos aansluiten bij de vraagstelling van dit 
onderzoek. Door middel van deze nieuw te bouwen ontologie wordt de geselecteerde 
ontologie naar behoefte verder uitgebreid.    
Voor het op waarde schatten van ontologieën zijn kwaliteitscriteria relevant. De volgende drie 
kwaliteitscriteria zijn in het bijzonder essentieel voor Semantic Web ontologieën (Svátek, 
2004): 
 Nauwkeurigheid: het moet de werkelijke toestand weergeven, met slechts een 
beperkt aantal of geen stilzwijgende aannames (wat tot incorrect gebruik 
buiten de originele context zou leiden) 
 Transparantie: wil een Semantic Web ontologie gebruikt worden, dan moet 
deze begrijpelijk zijn voor andere mensen dan alleen de ontwerpers 
 Redeneerbaarheid: bruikbaarheid voor niet-triviale afleidingen bij bestaande 
Semantic Web reasoners 
 
Door Casellas is een uitgebreide lijst van design criteria opgesteld, met criteria als 
helderheid, objectiviteit, compleetheid, coherentie en maximaal monotone uitbreidbaarheid 
(Casellas, 2008). Ook deze lijst met criteria is relevant bij het selecteren en ontwerpen van 
een ontologie.  
Interessant in dit kader is ook een vergelijkingsstudie waarin vier juridische ontologieën met 
elkaar vergeleken zijn (Visser & Bench-Capon, 1998). Visser en Bench-Capon 
onderscheidde de volgende criteria: epistemologische nauwkeurigheid, operationaliseer-
baarheid en herbruikbaarheid. Een belangrijke conclusie uit hun onderzoek is dat 
verschillende auteurs substantieel verschillende conceptualisaties van het juridische domein 
maken, ondanks dat de doelstellingen hetzelfde zijn. Een ander belangrijk punt is dat er geen 
overeenstemming is over de vraag wat de belangrijkste elementaire bouwstenen zijn voor 
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 http://www.omg.org/spec/SBVR/ geraadpleegd op 29 maart 2016 
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het modelleren van juridische kennis. Het voorgaande laat zien dat het een uitdaging is om 
een goede vergelijking te maken van een aantal kandidaatsontologieën.  
De volgende ontologieën zijn als kandidaat aangemerkt: 
Ontologie Toelichting Onderzoekers 
LKIF-Core LKIF-Core is een OWL-DL-ontologie voor het juridische 
domein. LKIF-Core ondersteunt een taal voor het 
representeren van juridische normen met toepassing van 
defeasible logic. Deze ontologie bouwt voort op LRI-Core 
en de Ontology of Fundamental Legal Concepts. De 
ontologie is vrij beschikbaar. 
Hoekstra & Breuker 
(2007) 
FOLaw De FOLaw-ontologie onderschrijft een functionele visie, 
vanwege de aanname dat een juridisch systeem alleen 
bestaansrecht heeft omdat het een bepaalde functie 
vervuld (Valente and Breuker, 1996). De belangrijkste 
functie daarbij is de reactie op sociaal gedrag. Het 
belangrijkste doel was kennis te hergebruiken voor de 
bouw van nieuwe applicaties en het hergebruik van een 
bibliotheek van ontologieën. FOLaw is niet beschikbaar als 
OWL-ontologie.  
Breuker & Hoekstra 
(2004) 
 
LRI-Core LRI-Core is niet langer beschikbaar. De  ontwikkeling is 
stopgezet en de focus is verschoven naar LKIF-Core. 
Breuker & Hoekstra 
(2004) 
Language for 
Legal Discourse 
De Language for Legal Discourse is een vroege 
conceptualisatie voor het juridische domein. Er is geen 
rechtstreekse uitwerking beschikbaar in OWL. 
McCarty (1989) 
CLIME Ontology Voor het CLIME project is een uitgebreide ontologie 
ontworpen met als doel het ontwikkelen van een web-
based juridisch advies systeem. De ontologie is niet vrij 
beschikbaar. 
Boer, Hoekstra & 
Winkels (2001) 
Provision Model Het Provision Model is een OWL-DL pattern waarin 
rechtstreeks Hohfeldian legal concepts uitgewerkt zijn. Het 
Provision Model is vrij beschikbaar. 
Francesconi (2014) 
Frame-Based 
Ontology of Law 
De ontwerpers van de Frame-based Ontology of Law gaan 
uit van normen als meest belangrijke element van een 
juridisch systeem. De Frame-based Ontology bestaat uit 
drie hoofdcategorieën: het normen-frame, het actie-frame 
en het concept-frame. Belangrijkste doelstelling is 
kennisopbouw en hergebruik bij de bouw van juridische 
kennissystemen. Er is geen Semantic Web-variant 
uitgewerkt. 
van Kralingen & 
Visser (1997)  
Core Legal 
Ontology 
De Core Legal Ontology (CLO) is een ontologie die 
ontwikkeld is om bepaalde juridische situaties te 
herkennen en te kwalificeren. Andere toepassingen zijn 
juridisch advies en vergelijking van juridische normen. De 
CLO is met name geënt op Civil Law (toegepast in bijv. 
Engeland en de V.S.). CLO is in OWL beschikbaar en maakt 
gebruikt van DOLCE14 als basis-ontologie. De ontologie is 
uitgebreid en er is geen rechtstreekse vertaling gemaakt 
van Hohfeldian legal concepts. 
Gangemi et al (2005) 
Figuur 7. Overzicht kandidaat ontologieën 
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 DOLCE = a Descriptive Ontology for Linguistic and Cognitive Engineering 
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Zie voor een verdere toelichting bij deze ontologieën (Breuker, 2009) en (Casellas, 2008). 
 
In de onderzoeksaanpak was voorgesteld om een lijst met criteria op te stellen die als 
maatlat zou dienen bij de selectie van de ontologie. In de praktijk van dit onderzoek schiet dit 
echter het doel voorbij omdat slechts enkele ontologieën direct toepasbaar zijn. Direct 
toepasbaar in deze context is: een ontologie gebaseerd op Semantic Web-technieken die 
publiek beschikbaar is.   
In dit onderzoek is gekozen voor het Provision Model (Francesconi, 2014). Hoewel deze 
ontologie nog in ontwikkeling is - slechts een deel van de Hohfeldian legal concepts is 
uitgewerkt - vormt deze ontologie een goede basis voor dit onderzoek. Dit wordt onderbouwd 
op basis van de evaluatie van een aantal relevante criteria. Het Provision Model is 
transparant uitgewerkt. Het Provision Model is niet alleen beschikbaar als OWL-ontologie, 
maar wordt ook toegelicht in de eerder genoemde publicatie. Een van de doelstellingen van 
het Provision Model is ondersteuning van redeneren op basis van normatieve regels door 
gebruik te maken van Hofheldian legal concepts (criterium redeneerbaarheid). De focus ligt 
daarbij op het afleiden van impliciete kennis uit expliciet vastgelegde kennis. Het Provision 
Model is niet gericht op een specifiek rechtsdomein, dit maakt het gevaar van verkeerd 
toepassen buiten de originele context beperkt (nauwkeurigheid). Het Provision Model voldoet 
aan de criteria herbruikbaarheid en uitbreidbaarheid omdat de ontologie specifiek genoeg is 
om hergebruikt te worden en aan de andere kant niet te specifiek is zodat hergebruik 
onmogelijk is. De andere kandidaat: LKIF-Core is afgevallen vanwege de uitgebreidheid van 
de ontologie en omdat Hohfeldian legal concepts niet rechtstreeks ondersteund worden. Wel 
vormt deze ontologie een inspiratiebron voor het kwalificeren van juridische normen. 
 
3.3.5 Design Patterns 
In het voorgaande hebben we ons gericht op domein ontologieën, specifiek gericht op het 
juridische domein. Het is nuttig ook vanuit een ander perspectief naar ontologieën te kijken: 
bijvoorbeeld vanuit het perspectief van Design Patterns. De focus is dan vooral gericht op 
herbruikbaarheid, en niet alleen op het gebied van domeinkennis. Design Patterns hebben 
hun sporen verdiend op het gebied van software ontwikkeling. In de context van het 
Semantic Web zijn zij echter relatief nieuw. Een design pattern kan omschreven worden als 
een archetypische oplossing voor een ontwerp probleem in een bepaalde context (Hoekstra, 
2009). Of anders geformuleerd: een Ontology Design Pattern (ODP of OP) is een 
herbruikbare oplossing voor een terugkerend en vergelijkbaar modelleringsprobleem. 
Door Gangemi en anderen is onderzoek gedaan naar een typologie van ODP’s en een 
methode om het ontwerp van ODP’s te ondersteunen (Gangemi & Presutti, 2009). Gangemi 
stelt een typologie van ODP’s voor met zes hoofdcategorieën: Content OPs (CPs), 
StructuralOPs, Lexico-Syntactic OPs, Reasoning OPs, Presentation OPs en 
Correspondence OPs. 
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Figuur 8. Overzicht typologieën Ontology Design Patterns (Gangemi,2009) 
In zijn onderzoek werkt Gangemi ODP’s en tools op een zodanige manier uit dat het 
ontwerpen van ontologieën op een meer natuurlijke manier mogelijk is voor zowel 
domeinexperts als leken. Dit op een niveau waarop kleine componenten samengesteld 
kunnen worden als eenvoudig te customizen en toe te passen bouwblokken. In mijn 
onderzoek wordt bekeken en geëvalueerd of ODP’s een nuttige toevoeging zijn bij de 
implementatie. Voor een aantal patterns is specifiek aandacht omdat deze relevant blijken 
voor dit onderzoek. Het gaat om N-Ary Relations (Noy & Rector, 2006) en het AgentRole 
pattern.15  
 
3.3.6 Verschillen tussen traditionele relatie algebra en Semantic Web 
Voordat het haalbaarheidsonderzoek uitgevoerd wordt, is het van belang een beeld te 
hebben van in welk opzicht er verschillen zijn tussen een relatie algebra- en een Semantic 
Web-implementatie van bedrijfsregels. Dit met name om wetenschappelijk te kunnen 
onderbouwen waarom bepaalde aspecten van de Semantic Web implementatie niet - of 
minder goed uit de verf komen, of meer aandacht vereisen. Het modelleren van regels met 
Semantic Web brengt specifieke uitdagingen met zich mee. We staan stil bij de volgende 
aspecten: OWA (Open World Assumption), geen negation as failure, monotone logica en 
inferencing. Gekozen is voor deze aspecten, omdat deze begrippen bepalend zijn voor de 
oplossing en inzicht geven in de kaders. 
 
OWA versus CWA en wat daarmee samenhangt 
Uitgangspunt bij open omgevingen als Semantic Web is de OWA: de mogelijkheid dat 
nieuwe informatie toegevoegd, hergebruikt of uitgewisseld kan worden. Een belangrijke 
vraag hierbij is hoe omgegaan wordt met informatie die (nog) niet bekend is. Vanuit het 
perspectief van OWL wat op het OWA-paradigma gebaseerd is, wordt onbekende informatie 
als ‘onbekend’ (ongedefinieerd) behandeld. Anders geformuleerd: alles zou waar kunnen 
zijn, tenzij bewezen kan worden zijn dat het onwaar is. Merk op dat er bij de OWA sprake is 
van drie mogelijke logische waarden: waar, onwaar en onbekend.  
Relatie algebra gaat uit van het Closed World Assumption (CWA) paradigma.16 Bij de CWA 
wordt ervan uitgegaan dat de aanwezige kennis een complete representatie van het 
onderzoeksdomein is. Als niet vastgesteld kan worden dat een bewering waar is, wordt 
verondersteld dat deze onwaar is (Ceci, 2013). Onbekende informatie resulteert bij CWA dus 
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 http://ontologydesignpatterns.org/wiki/Submissions:AgentRole geraadpleegd 11 maart 2016 
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 Gerelateerde talen zijn Ampersand en Prolog. 
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in de waarde onwaar. De CWA is dan ook nauw gerelateerd aan negation as failure: waarbij 
‘niet p’ afgeleid wordt uit het falen om p af te leiden. Negation as failure is niet van 
toepassing bij de OWA: onbekendheid leidt bij de OWA immers niet tot de conclusie dat de 
bewering onwaar is.  
Interessant is wat hier het verband is met de verschillende Semantic Web-technologieën. 
Een van de uitgangspunten bij OWL was een taal te ontwerpen met een goed gedefinieerde 
formele semantiek. Dit doel is bereikt door de semantiek van OWL op Description Logic (DL) 
te baseren (Grimm & Motik, 2005). De Description Logic waarop OWL gebaseerd is, is een 
feite een onderdeel van eerste-orde-logica. Eerste-orde-logica is een vorm van monotone 
logica: toevoegen van nieuwe informatie haalt nooit een eerdere conclusie onderuit. Hier ligt 
ook een duidelijke link met de OWA: in de OWA kan het resultaat van een bewering immers 
eerst onbekend zijn en uiteindelijk waar of onwaar. SWRL is een uitbreiding van de OWL-
syntax en semantiek, die het mogelijk maakt Horn-achtige regels te beschrijven. Nadeel van 
de gebruikte SWRL specificatie is dat er geen ondersteuning is voor negatie, missende 
waarden en prioritering van relaties tussen regels (Calero, Ortega, Perez, Blaya, & 
Skarmeta, 2010). Dit laatste is wel van belang voor het modelleren van realistische 
scenario’s. Zoals ook uit het nu volgende blijkt. 
Hoewel de OWA in het licht van een continue veranderende wereld een geschikt model lijkt 
voor het redeneren over alledaagse logische problemen, kunnen met dit paradigma toch 
problemen ontstaan in situaties die een volledige kennis over de wereld veronderstellen 
(Grimm & Motik, 2005). Denk bijvoorbeeld aan een bord op het station met treinvertrektijden. 
Als op dat bord niet expliciet staat dat er een trein naar Amsterdam vertrekt om 14:00 uur, 
dan gaan we er in het algemeen vanuit dat er op dat tijdstip ook echt geen trein naar 
Amsterdam zal vetrekken. In een situatie van een bord met treinvertrektijden gaan we dus uit 
van het Closed World paradigma. We gaan ervan uit dat op dat tijdstip geen trein naar 
Amsterdam zal vertrekken, tenzij het tegendeel bewezen kan worden (een trein die wel naar 
Amsterdam vertrekt om 14:00 uur). Deze laatste gevolgtrekking is dan niet-monotoon, wat 
betekent dat nieuwe informatie eerdere conclusies ongeldig kan maken. Hier is een 
duidelijke link met defeasible reasoning (zie paragraaf 3.1.1).  
Door verschillende onderzoekers is onderzocht hoe de beperkingen van de OWA voor het 
Semantic Web verminderd kunnen worden. In feite zijn er in OWL of RDFS zelf geen 
praktische mechanismen om vast te stellen of een bepaalde verzameling feiten (individuals) 
‘closed’ is. De enige beperkte mogelijkheid is om een owl:maxCardinality constraint op een 
rol toe te passen (Staab & Studer, 2009). 
Buiten de standaard toepassing van RDFS / OWL om, is er bijvoorbeeld de uitwerking van 
een Local Closed World Assumption (LCWA) (Bertino, Provetti, & Salvetti, 2003). De LCWA 
is in deze context een verzameling van alle resources die geacht worden deel uit te maken 
van de theorie. De idee is binnen deze beperkte context CWA mogelijk te maken. Een ander 
voorbeeld is de uitbreiding van OWL met epistemische operatoren, waarmee niet-monotone 
eigenschappen van Closed World systemen mogelijk worden: zoals standaard regels, 
integriteitsbeperkingen en epistemische queries (Grimm & Motik, 2005).  
Het voert te ver hier verder op in te gaan. Belangrijk is wel dat hiermee de uitdrukkingskracht 
van Semantic Web vergroot wordt. In het algemeen kan gesteld worden dat in de Semantic 
Web community met een natuurlijke sympathie voor de OWA, het Closed World-paradigma 
meer geaccepteerd is, zolang het toepassingsgebied expliciet en concreet wordt gemaakt.  
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Inferencing 
Een verschil tussen de Ampersand en Protégé is het verschil in toegepast inferencing- 
mechanisme. Het inferencing-mechanisme in Ampersand is gebaseerd op forward 
chaining.17 Het vertrekpunt is de beschikbare data. Wanneer de IF conditie van een regel 
waar is, dan wordt de implicatie – de THEN clause - afgeleid die nieuwe informatie aan de 
data toevoegt. Dit mechanisme begint met een aantal feiten en past regels toe om zo alle 
conclusies te kunnen trekken.   
Het inferencing-paradigma voor Semantic Web en in deze context Pellet/Protégé is 
vergelijkbaar met Prolog en is gebaseerd op backward chaining18(Bry & Marchiori, 2005). Het 
uitgangspunt bij backward chaining is een lijst van doelen of een hypothese, van waaruit 
recursief teruggewerkt wordt van de consequent (de THEN clause) naar de antecedent (de 
IF conditie) om te zien of er data beschikbaar is waardoor de hypothese geaccepteerd of 
verworpen kan worden. Omdat de lijst met doelen bepalend is voor de regels die 
geselecteerd en gebruikt worden, wordt deze methode ook wel goal-driven reasoning 
genoemd. Met dit mechanisme worden dus niet alle regels getoetst, maar alleen degene die 
relevant zijn voor het verwerpen of accepteren van de hypothese. Bij de afleiding wordt ook 
een onderbouwing gefaciliteerd (Al-Ajlan, 2015).  
Omdat Ampersand op basis van de beschikbare feiten alle consequenties afleidt, is er bij 
Ampersand ook veel aandacht voor zaken die niet toegestaan zijn. Bij inferencing met 
Semantic Web-technieken gaat om het om het ontdekken van nieuwe relaties.19 Op basis 
van de redeneerfunctionaliteit met Horn-clauses kunnen uit bestaande triples nieuwe triples 
afgeleid worden. Toepassing van het ene of het andere Inferencing-mechanisme zou voor 
een bepaalde situatie niet tot een andere uitkomst mogen leiden. De keuze voor een bepaald 
inferencing-mechanisme kan wel bepalend zijn voor de efficiency van de afleiding, zoals uit 
het voorgaande blijkt.  
 
3.4 Tooling 
In de literatuurstudie is onderzocht welk Semantic Web-pakket geschikt is voor het uitvoeren 
van dit haalbaarheidsonderzoek. Het is een bewuste keuze om in dit onderzoek Protégé te 
gebruiken. Dit niet alleen vanwege de mate van volwassenheid (Coskun et al., 2008) en het 
feit dat dit pakket ook gebruikt wordt in het OU-onderzoek op het gebied van Semantic Web, 
maar juist ook omdat het breder gebruikt wordt in de academische wereld (Matías, 2011; 
Breuker & Hoekstra, 2004; Engers et al., 2008).  
Protégé is een Open Source ontologie-editor voor het Semantic Web. Met Protégé kan men 
gegevens uit verschillende online bronnen verenigen en afleidingen terugzien uit externe en 
eigen gegevens. Protégé bevat zowel een editor voor ontologieën als voor SWRL. Voor de 
inrichting van de tooling wordt aangesloten op de keuze van Bos. Voor SWRL wordt gebruik 
gemaakt van de “Rules”-tab in Protégé. Daarnaast wordt gebruik gemaakt van de Pellet-
reasoner omdat deze overweg kan met SWRL-regels (Bos, 2013). Tijdens de casestudy 
bleek ook het gebruik van een SPARQL endpoint nuttig. De keuze is daarbij gevallen op 
Fuseki.20 Met deze SPARQL server is het mogelijk een ontologie te importeren en op deze 
ontologie updates uit te voeren. Op deze manier kunnen in ‘negation’ situaties toch bepaalde 
                                               
17
 Ook wel data-driven of bottom-up reasoning genoemd  
18
 Ook wel top-down reasoning genoemd 
19
 Bron: https://www.w3.org/standards/semanticweb/inference 
20
 https://jena.apache.org/documentation/fuseki2/index.html geraadpleegd op 25 maart 2016 
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afleidingen geïmplementeerd worden. Onderstaande tabel geeft een overzicht van de 
gebruikte tooling.  
 
 
 
 
Figuur 9. Gebruikte tooling 
 
3.5 HIPAA 
Validatie van de Protégé implementatie vindt plaats met de HIPAA Privacy Rule.21 Dit is een 
federale wet uit de Verenigde Staten, die het gebruik en het beschikbaar stellen van 
vertrouwelijke informatie over de gezondheidssituatie van mensen moet reguleren. De keuze 
voor de HIPAA-wetgeving is een bewuste keuze. Dit omdat deze wet door verschillende 
onderzoekers als casus gebruikt is bij het maken van de vertaalslag van een wettekst naar 
een set requirements voor een informatiesysteem. Voorbeelden hiervan zijn de al eerder 
genoemde Production Rule Methodology (Maxwell & Anton, 2010), het Nomos Framework 
(Siena et al., 2009) en het onderzoek van Lalmohamed (2014). Daarnaast heeft Breaux in 
het kader van zijn onderzoek naar het verzamelen van juridische requirements voor juridisch 
compliant informatiesystemen, onder andere de HIPAA gebruikt voor de validatie van de 
door hem voorgestelde Frame-Based Requirements Analysis Method (FBRAM) (Breaux, 
2009). Om optimaal aan te sluiten bij eerder onderzoek zal de requirement analyse van de 
HIPAA Privacy Rule uitgevoerd worden conform de heuristieken zoals deze toegepast zijn bij 
de Production Rule Methodology (PRM). Het gaat om de volgende heuristieken: 
 Preparatory heuristic; 
 Classification heuristics; 
 Identify Rule Parameters; 
 Identify Rule Preconditions heuristics; 
 Remove disjunction heuristics. 
Het toepassen van deze heuristieken op een onderdeel van de HIPAA resulteert in een 
aantal normative phrases. In een normative phrase wordt de normatieve actie tussen twee 
stakeholders beschreven. De normative phrase analyse vormt de basis voor de vertaalslag 
naar de in dit onderzoek gebruikte Hohfeldian legal concepts en de implementatie met 
Protégé.  
  
                                               
21
 Health Insurance Portability and Accountability Act (HIPAA) 
Tool Versie  
Protégé 5.0 Beta, build 16 
Pellet reasoner 2.2.0 
Fuseki SPARQL endpoint 2.0.0 
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4. Casestudy 
In dit hoofdstuk zijn de resultaten van het empirische onderdeel van dit onderzoek 
uitgewerkt. Het empirisch onderzoek is gericht op het beantwoorden van de volgende 
vragen: 
 Hoe kunnen Semantic Web-technieken gebruikt worden om met Hohfeldian legal 
concepts normatieve conclusies te trekken? 
 Hoe kan traceerbaarheid geïmplementeerd worden met Semantic Web-technieken? 
 Hoe beïnvloedt de ambiguïteit van een juridische tekst de formele representatie met 
Semantic Web-technieken? 
 
Het empirisch onderzoek resulteert in: 
 Een Semantic Web-implementatie van Hohfeldian legal concepts toegepast op de 
HIPAA Privacy Rule 
 Toepassing van SPARQL om bepaalde onmogelijkheden van Protégé te 
ondervangen 
 Een analyse van een onderdeel van de HIPAA Privacy Rule voor validatie van de 
Semantic Web-implementatie. 
 
Voor demonstratie van de implementatie is een separaat document opgesteld, benaderbaar 
via http://is.cs.ou.nl/OWF/index.php5/Masters_Thesis_Pieter_Slootweg, met verschillende 
scenario’s om de werking van de implementatie te valideren. 
 
4.1 Het conceptuele model 
De implementatie met Semantic Web-technologieën is gebaseerd op drie ontologieën. Het 
Provision Model (Francesconi, 2014) gebaseerd op Hohfeldian Legal concepts is als basis 
gebruikt. Als uitbreiding op dit pattern is een eigen ontologie ontworpen: HohfeldSW. 
Daarnaast heb ik in OWL een domeinspecifieke ontologie uitgewerkt gebaseerd op de 
HIPAA Privacy Rule. Bij de implementatie zijn ook een aantal Ontology Design Patterns 
toegepast: AgentRole en N-Ary Relations. 
  
4.1.1 Provision Model 
Volgens Biagioli kan wet- en regelgeving gezien worden als een set ‘provisions’ 
(bepalingen), gebaseerd op spraakhandelingen of meer specifiek: zinnen waaraan betekenis 
toegekend is (Biagioli, 1996). Een juridische tekst kan op basis hiervan vanuit twee 
perspectieven bekeken worden: 
1. Structureel of formeel perspectief: dit sluit aan bij de traditionele indeling van een 
juridische tekst in hoofdstukken, artikelen, paragrafen, etc. 
2. Semantisch perspectief: hier gaat het om een specifieke representatie van de 
wettekst op basis van de wezenlijke betekenis van deze tekst. Een mogelijke 
beschrijving kan gegeven worden in termen van normatieve bepalingen.  
 
Vanuit deze invalshoeken zijn onderdelen van de juridische tekst aan de ene kant zinnen, 
paragrafen of artikelen en aan de andere kant provisions, gericht op de semantiek. De focus 
ligt in dit onderzoek op het laatste aspect. In het Provision Model is een opdeling gemaakt in 
provision types en gerelateerde attributes. Voorbeelden van provision types zijn bekende 
termen als Duty, Right, Power en Liability. Voorbeelden van attributes zijn Bearer en 
Counterpart. 
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In het Provision Model zijn provision types onderverdeeld in twee hoofdcategorieën: Rules 
en Rules on Rules (Francesconi, 2014). De Rules met de onderliggende legal concepts 
worden opgedeeld in constitutieve- en regulatieve regels (zie Appendix). Bij Rules on Rules 
gaat het om verschillende soorten amendementen bij regels.  
 
   
 
Figuur 10. Onderverdeling Provisions (Francesconi, 2014) 
De Privilege-NoRight en Immunity-Disability legal concepts zijn niet geïmplementeerd in het 
Provision Model. Deze ontbrekende legal concepts zijn wel toegevoegd in de zelf ontworpen 
HohfeldSW ontologie. Opvallend in het ontwerp van het Provision Model is dat ook de acties 
Permission en Prohibition gemodelleerd zijn. Dit zijn geen Hohfeldian legal concepts maar 
‘klassieke’ deontische concepten en worden in dit onderzoek niet gebruikt.    
 
 
 
 
Figuur 11. Invulling regulatieve regels in het Provision Model (Francesconi, 2014) 
 
In het Provision Model is een uitbreiding gemaakt op de standaard Hohfeldian legal 
concepts, door onderscheid te maken tussen impliciete en expliciete provisions. Dit komt 
voort uit de observatie dat het in juridische teksten voorkomt dat het ene legal concept wel 
expliciet genoemd wordt, maar het gerelateerde correlatieve andere legal concept niet. Er 
wordt bijvoorbeeld wel expliciet een Duty in de tekst genoemd maar niet een Right. In feite 
gaat het dan om een andere kijk op de Duty zelf, waarbij de rollen Bearer en Counterpart 
verwisseld zijn. Met een disjoint wordt voorkomen dat een regel (bijv. Right) zowel impliciet 
als expliciet kan zijn. Figuur 12 toont hoe dit is gemodelleerd. 
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Figuur 12. Overzicht Right attributen Provision Model (Francesconi, 2014) 
In bijlage 1 is een functionele vertaalslag uitgewerkt van verschillende HIPAA action rules in 
termen van het Provision Model. 
 
4.1.2 HohfeldSW-ontologie 
De HohfeldSW-ontologie is mijn uitbreiding op het Provision Model. In Figuur 13 wordt een 
overzicht getoond van de relevante concepten. De toegevoegde concepten zijn in bold 
weergegeven. Omdat vanuit de HohfeldSW-ontologie een disjointWith toegevoegd is voor 
tegengestelde concepten in het Provision Model (prv) zijn deze ook in bold weergegeven. 
 
 
 
Figuur 13. Overzicht relevante concepten HohfeldSW-ontologie, via Class Hierarchy overzicht Protégé 
In de HohfeldSW-ontologie zijn de Hohfeldian legal concepts die in het Provision Model 
ontbreken toegevoegd: Privilege-NoRight en Immunity-Disability. Ook zijn SWRL-regels 
toegevoegd voor het valideren van combinaties van Hohfeldian legal concept paren.  
Daarnaast heb ik het concept Qualification geïntroduceerd. Een van de belangrijkste taken 
binnen het juridische domein is immers het correct toepassen van een bepaalde wet op een 
bepaalde casus. Hierbij moet vastgesteld worden of een bepaalde casus al of niet is 
toegestaan (Allowed/Disallowed) op basis van het stelsel van relevante juridische normen. 
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Ook voor de gevallen waarbij één van de concepten uit een bepaald Hohfeldian legal 
concept paar ontbreekt zal toch geëvalueerd moeten worden of een bepaalde actie 
compliant is aan de HIPAA. Voor deze gevallen wordt uitgeweken naar SPARQL. 
 
Tevens heb ik het AgentRole pattern geïntegreerd in de HohfeldSW-ontologie.  
 
 
Figuur 14. AgentRole pattern (Gangemi & Presutti, 2010) 
Met het AgentRole pattern is het mogelijk om beweringen over rollen van agents te doen 
zonder daarbij de agents te beïnvloeden die deze rol vervullen. In de HofeldSW-ontologie 
kan een stakeholder (agent) zowel de rol van Actor als van Counterpart vervullen. Deze 
rollen kunnen via de hasRole objectproperty gekoppeld worden aan een specifieke 
individual. Met AgentRole kan vastgesteld worden welke agent een bepaalde rol speelt en 
welke rol gespeeld wordt door een bepaalde agent. Het AgentRole pattern is ook toegepast 
op de rollen die zich binnen de HIPAA-ontologie voordoen, zoals Covered Entity, 
Government en Person. 
 
4.1.3 HIPAA-ontologie 
De concepten in de HIPAA-ontologie zijn gevuld op basis van een normative phrase-analyse 
voor een gedeelte van de HIPAA Privacy Rule. In bijlage 1 wordt de vertaalslag van een deel 
van het HIPAA Privacy Rule naar het Provision Model getoond.  
Elke HIPAA Action is generiek uitgewerkt  in de vorm van een conjunctie van condities die 
samen een beschrijving geven van de situatie die hoort bij die specifieke HIPAA Action. 
In dit onderzoek heeft elke normative phrase een Actor (Bearer), een Counterpart, een 
Action en een Object. Elke Action uit de HIPAA is gekoppeld aan Hofheld legal concept uit 
het Provision Model of HohfeldSW. Dit is mogelijk omdat voor elk legal concept uit het 
Provision Model / HohfeldSW een gerelateerde ‘hasBearer’ en ‘hasCounterpart’ 
objectproperty beschikbaar is. 
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Figuur 15. Protégé, verband tussen HIPAA Action en gerelateerd HohfeldSW legal concept 
In lijn met onderzoek bij het Leibniz Center for Law (Ven, Breuker, Hoekstra, & Wortel, 
2008), kan een norm  gedefinieerd worden als een set van condities in conjunctieve 
normaalvorm. De norm ‘een CoveredEntity heeft een privilege om private health information 
(PHI) te gebruiken’ kan als volgt gedefinieerd worden: 
 
N  ≡  Use_private_health_information_privilege ∧ ∃hasExplicitPrivilegeBearer ∧ 
 ∃hasExplicitPrivilegeCounterpart ∧ ∃hasPrivilegeObject  
 
Hieraan wordt voldaan in de volgende situatie: 
{ Individual_perform_use_PHI : Use_private_health_information_privilege,  Freds’ Hospital : 
CoveredEntity,  Fred : Person,  Individual_PHI_for_Use : Private_health_information_for_using,  
Individual_perform_use_PHI  hasExplicitPrivilegeBearer Fred’s Hospital,  
Individual_perform_use_PHI  hasExplicitPrivilegeCounterpart Fred,  
 Individual_perform_use_PHI hasPrivilegeObject Individual_PHI_for_Use } 
 
Een normative phrase wordt in de HIPAA-ontologie geïdentificeerd met een unieke 
LegalSource identifier gebaseerd op het gerelateerde artikel uit de HIPAA Privacy Rule. De 
LegalSource is door een hasAction/hasActivity objectproperty gekoppeld aan de 
bijbehorende Action. 
 
  Figuur 16. Class overzicht Protégé, verband tussen HIPAA regel en gerelateerde Action 
Als bij een bepaald artikel uit de HIPAA meerdere normative phrases horen, dan zijn aan de 
LegalSource identifier postfixes toegevoegd voor de unieke identificatie.  
Met uitzondering van het Immunity-Disability legal concept, zijn alle Hohfeldian legal 
concepts herkenbaar in de HIPAA Privacy Rule.  
 
4.1.4 N-Ary Relations pattern  
In Semantic Web-talen als RDF en OWL geldt dat een property een binaire relatie is: het 
wordt gebruikt om twee individuals aan elkaar te koppelen of om een individual aan een 
value te koppelen. In sommige situaties is het echter meer voor de hand liggend om voor 
bepaald concepten relaties te gebruiken waarbij een individual aan meer dan één individual 
of value gekoppeld wordt: dit zijn n-ary relations (Noy & Rector, 2006). 
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In de implementatie van dit onderzoek komen op verschillende plaatsen relaties voor waarbij 
een individual aan meerdere individuals is gekoppeld. Een individual uit de class 
Action_Individual wordt voor het relevante Hohfeld concept gekoppeld aan een Bearer, een 
Counterpart en een Object.  
  
 
 
 
 
 
 
 
 
 
Figuur 17. Voorbeeld N-Ary relations in HIPAA-implementatie 
Als generieke oplossing voor het vastleggen van een n-ary relation wordt de creatie van een 
nieuwe class met n nieuwe properties voorgesteld (Noy & Rector, 2006). Vertaald naar de 
HIPAA-ontologie is voor elke HIPAA Action class een relatie vastgelegd met een Bearer een 
Counterpart en een Object (zie figuur 15).  
 
4.2. Implementatie van Hohfeldian legal concepts 
Validatie van de implementatie vindt plaats op het niveau van individuele stakeholders die 
met elkaar interacteren door het uitvoeren van HIPAA-acties, waarbij de ene stakeholder de 
rol van Actor heeft en de ander die van Counterpart (en vice versa). Deze interacties kunnen 
conflicterende situaties en non-compliancy tot gevolg hebben. Voor elke uitwerking van een 
Hohfeld legal concept paar wordt als dit relevant is aangegeven op welk niveau de 
implementatie heeft plaatsgevonden.  
 
4.2.1 Privilege-NoRight legal concepts 
Het Privilege-NoRight legal concept is uitgewerkt in het HohfeldSW pattern. Zie hiervoor 
onderstaand overzicht. Voor de validatie is SWRL en SPARQL gebruikt. 
 
  
 
Figuur 18. Privilege-NoRight classes en object properties in Protégé 
  Fred’s Hospital   Fred   Individual_PHI_for_use 
  Individual_perform_use_PHI 
hasExplicitPrivilegeBearer 
hasExplicitPrivilegeCounterpart 
hasPrivilegeObject 
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Met OWL is het mogelijk impliciete kennis af te leiden uit expliciete kennis die in het model 
aanwezig is. Dit sluit aan bij het afleiden van een impliciet legal concept uit het gecorreleerde 
expliciete legal concept. Onderstaande tabel toont een overzicht van relevante OWL-  
concepten met de gerelateerde DL-axioma’s. 
OWL / RDFS axioma DL axioma Voorbeeld 
owl:SubClassOf ⊆ ExplicitNoRight ⊆  NoRight 
ImplictNoRight ⊆  NoRight 
owl:EquivalentClasses ≡ ExplicitNoRight ≡ ImplicitPrivilege 
ImplicitNoRight ≡ ExplicitPrivilege 
rdfs:subPropertyOf ⊆ hasExplicitNoRightCounterpart ⊆ hasNoRightCounterpart 
hasImplicitNoRightCounterpart ⊆ hasNoRightCounterpart 
owl:EquivalentProperty ≡ hasExplicitNoRightCounterpart ≡ hasImplicitPrivilegeCounterpart 
hasImplicitNoRightCounterpart ≡ hasExplicitPrivilegeCounterpart 
Figuur 19. Voorbeeld OWL/RDFS- en DL axioma’s voor NoRight 
Het rdfs:subPropertyOf axioma wordt gebruikt om een logische implicatie te implementeren: 
als er sprake is van een ExplicitNoRightCounterpart impliceert dit een NoRightCounterpart. 
Aan een objectproperty kan een domain worden gekoppeld: in casu voor 
hasNoRightCounterpart de class NoRight. Op deze manier kan een Bearer gekoppeld 
worden aan de relevante legal concept class. De classes en objectproperties voor de andere 
legal concept paren zijn op een vergelijkbare manier ingevuld. 
 
Voorbeeld voor het valideren van het Privilege-NoRight legal concept 
Actor Fred’s Hospital heeft de vrijheid (Privilege) om private health information (PHI) van 
Fred te gebruiken. Actor Fred heeft geen recht (No-Right) om hier iets tegen te doen. 
Wanneer Fred toch het gebruik van private health information verbiedt, resulteert dit in 
overtreding.  
 
Validatie vindt doormiddel van twee scenario’s plaats. Scenario 1 gaat uit van zowel een 
‘Privilege’ als een ‘No-Right’. In scenario 2 wordt alleen de Privilege actie ‘use PHI’ gebruikt. 
 
Scenario 1 (SWRL-regel): 
Stap 1: Leg vast dat actor Fred het gebruik van PHI door Fred’s Hospital verbiedt (NoRight) 
Stap 2: Leg vast dat actor Fred’s Hospital gebruik maakt van PHI van Fred (Privilege) 
 
Dit wordt vastgelegd in de volgende triples22: 
Subject Predicate Object 
Fred performProhibitUsePHI Individual_perform_prohibit_use_PHI 
Fred interactsWith Fred’s Hospital 
Fred’s Hospital performUsePHI Individual_perform_use_PHI 
 
Met een generieke SWRL-regel kan gevalideerd worden dat er sprake is van zowel een 
Privilege als een NoRight voor dezelfde betrokkenen (met tegengestelde rollen): 
NoRight(?x), hasNoRightBearer(?x, ?a), hasNoRightCounterpart(?x, ?b), 
hasNoRightObject(?x, ?o), Privilege(?y), hasPrivilegeBearer(?y, ?b), 
hasPrivilegeCounterpart(?y, ?a), hasPrivilegeObject(?y, ?o) -> 
PrivilegeNoRightDisallowed(?y) 
                                               
22
 Vanwege de functionele overzichtelijkheid van de scenario’s is bewust geen N3 turtle format 
toegepast. 
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Toelichting niveau van implementatie: 
Vergelijking met de validatieregels uit de Ampersand-implementatie is een hulpmiddel om 
vast te stellen welke concepten naar verwachting nodig zijn bij de Semantic Web 
implementatie. Onderstaand figuur toont een fragment van de validatieregels in Ampersand. 
RULE "Detecting conflicts between Privilege and NoRight correlative 
legal concepts" : 
( (isActorInScript;scriptOfAction~;isPrivilegeNoRight /\ hasRole;isActor;isPrivilegeNoRight ) 
\/ (isCounterpartyInScript;scriptOfAction~;isPrivilegeNoRight /\ hasRole;isCounterparty;isPrivilegeNoRight)) 
/\ ((isActorInScript;scriptOfAction~ /\ hasRole;isActor;isPrivilegeNoRight) \/ 
(isCounterpartyInScript;scriptOfAction~/\ hasRole;isCounterparty;isPrivilegeNoRight)) 
|--((isActorInScript;scriptOfAction~ /\ hasRole;isActor;isPrivilegeNoRight) \/ 
(isCounterpartyInScript;scriptOfAction~ /\ hasRole;isCounterparty;isPrivilegeNoRight) ) 
\/ (hasRole;hasExceptionForAction) \/(isCounterpartyInScript; 
………….. 
Figuur 20. Privilege-NoRight validatie met Ampersand (Lalmohamed, 2014) 
In onderstaand overzicht zijn de relevante Ampersand-begrippen die in de validatieregel 
voorkomen opgesomd, met aan de rechterkant het overeenkomstige Semantic Web concept. 
Ampersand Semantic Web 
Description: 
 
Code fragment: Concept: 
 
Code fragment: 
 
Composition r;s SWRL needed r (?a, ?b) , s ( ?b, ?c ) > rc ( ?a, ?c ) 
Implication r |- s Subproperty :r rdfs:subPropertyOf :s . 
Inverse X r~ Y Inverse :rI owl:inverseOf :r . 
Union r \/ s Subproperty [ rdfs:subPropertyOf :r ; 
rdfs:subPropertyOf :s . ] 
Intersection r /\ s SWRL needed r (?x, ?y) , s ( ?x, ?y ) > ri ( ?x, ?y ) 
Figuur 21. Vertaalslag Ampersand-Semantic Web (IM0103 RDB  Cursus Semantic Web Open Universiteit) 
Als een van de elementen uit de Ampersand-implementatie in Semantic Web alleen een 
equivalent heeft op het niveau van SWRL, overruled dit aspecten die op een lager niveau 
geïmplementeerd zouden kunnen worden. Om te toetsen of voor beide correlatieve legal 
concepts een individual aanwezig is (intersection), is een SWRL-regel noodzakelijk.  
Uitvoering van scenario 1 levert een individual op binnen PrivilegeNoRightDisallowed. Als er 
naast een ‘Privilege’ een ‘No-Right’-actie optreedt, is dit immers een inbreuk op de Privilege. 
   
Algemeen: 
In het algemeen is het mogelijk de aanwezigheid van beide correlatieve Hohfeldian legal 
concepts te toetsen doormiddel van een SWRL-regel.   
 
Scenario 2 (SPARQL query versus Closed World-implementatie) 
Stap 1: Leg vast dat actor Fred’s Hospital gebruik maakt van PHI van Fred 
Subject Predicate Object 
Fred’s Hospital performUsePHI Individual_perform_use_PHI 
Fred’s Hospital interactsWith Fred 
 
Met RDFS/OWL/SWRL kan niet vastgesteld worden of een bepaalde situatie zich niet 
voordoet. Vanwege de OWA is het immers mogelijk dat een bepaalde actie (bijv. Prohibit 
Use PHI) nu niet van toepassing is maar later wel, waardoor vanuit dit paradigma geen 
conclusie getrokken kan worden. Om toch vast te kunnen stellen dat er wel een expliciete 
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Privilege actie is, maar geen overeenkomstige Right-actie kan de volgende SPARQL-code 
gebruikt worden: 
 
INSERT {?ActiePrivilegeAllowed a HohfeldSW:PrivilegeNoRighAllowed} 
WHERE {?ActiePrivilegeAllowed a HohfeldSW:ExplicitPrivilege . 
       ?ActiePrivilegeAllowed HohfeldSW:hasExplicitPrivilegeBearer ?CoveredEntity . 
       ?ActiePrivilegeAllowed HohfeldSW:hasExplicitPrivilegeCounterpart  ?Person . 
       ?ActiePrivilegeAllowed HohfeldSW:hasPrivilegeObject ?Object 
    NOT EXISTS {?NoRightActie a HohfeldSW:ImplicitNoRight . 
                ?NoRightActie HohfeldSW:hasImplicitNoRightBearer ?Person . 
                ?NoRightActie HohfeldSW:hasImplicitNoRightCounterpart ?CoveredEntity . 
                ?NoRightActie HohfeldSW:hasNoRightObject ?Object }} 
  
Voor dit scenario levert dit een Individual Individual_perform_use_PHI op in de class 
PrivilegeNoRightAllowed.  
 
Toelichting implementatie: 
De SPARQL code is opgedeeld in twee conjunctieve onderdelen: de condities bij  
respectievelijk de WHERE en de NOT EXISTS clausule.23 Met de condities bij de WHERE 
clausule wordt getoetst of er een geldige Privilege action is. Met de NOT EXISTS clausule 
wordt getoetst of er geen NoRight-actie is met een Bearer, Counterpart en Object die 
gerelateerd is aan de Privilege-actie. Het conjunctieve onderdeel van de  WHERE clausule 
kan in lijn met onderzoek naar HARNESS24 (Förhécz & Strausz, 2009) op de volgende 
manier geformaliseerd worden: 
 
GC_1_Where_Cl ≡  Action(?a) ∧  ExplicitPrivilege(?e) ∧ CoveredEntity (?c) ∧ Person (?p) ∧         
       ObjectOfAction(?o) ∧ a(?a,?e) ∧ hasExplicitPrivilegeBearer(?a, ?c) ∧ 
       hasExplicitPrivilegeBearer(?a,?p) ∧ hasPrivilegeObject (?a,?o)  
 
Voor de volledigheid zijn ook impliciet gebruikte concepten als Person en CoveredEntity 
expliciet benoemd. Merk op dat de condities in grote mate vergelijkbaar zijn met de body 
(condition) van SWRL-regels. De mogelijkheid om in SPARQL variabelen toe te passen, 
maakt het eenvoudiger en transparanter om de condities bij een query te specificeren.   
 
Algemeen:  
De geschetste SPARQL-oplossing is op een vergelijkbare manier toepasbaar voor de 
andere correlatieve Hohfeldian legal concept paren. 
In mijn implementatie gebruik ik SPARQL aan de ene kant om vast te stellen dat een 
bepaalde actie zich niet voordoet (negation) en aan de andere kant om een conclusie over 
de kwalificatie van de actie te kunnen trekken (inferencing). 
 
De enige andere manier om onderscheid te maken tussen een potentiële Prohibit Use PHI 
actie en het feit dat een Prohibit Use PHI echt niet van toepassing is, is expliciet aan te 
geven dat deze actie echt niet plaatsvindt, bijvoorbeeld op de volgende manier: 
Subject Predicate Object 
Fred’s Hospital performNoProhibitUsePHI Individual_perform_no_prohibit_use_PHI 
                                               
23
 Zie Appendix voor definitie conjunctieve query 
24
 HARNESS=Hybrid Architecture for Reasoning with Norms Exploiting Semantic web Services 
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In de HohfeldSW-ontologie, zou dan een aparte class NoRuleAvailable met relevante 
subclasses aangemaakt kunnen worden op de volgende manier: 
 
Figuur 22. Class hiërarchie NoRuleAvailable in Protégé 
 
Waarbij voor de validatie een SWRL-regel gemaakt kan worden in de vorm van: 
NoRightNotAvailable(?x), hasRelatedAction(?x, ?y), Privilege(?y), 
hasPrivilegeBearer(?y, ?b), hasPrivilegeCounterpart(?y, ?a), hasPrivilegeObject(?y, 
?o) -> PrivilegeNoRightAllowed(?y) 
 
Met de objectproperty hasRelatedAction kan de actie die zich niet voordoet: 
Individual_perform_no_prohibit_use_PHI gekoppeld worden aan de actie 
Individual_perform_Use_PHI.  Wanneer dan Individual_perform_no_prohibit_use_PHI lid 
gemaakt wordt van class NoRightNotAvailable dan kan door toepassing van de SWRL-regel 
inderdaad geconcludeerd worden dat de actie Use PHI is toegestaan. 
   
4.2.2 Right-Duty legal concepts 
Het Right-Duty legal concept is onderdeel van het Provision Model. Compliancy wordt 
vastgesteld via het Qualification concept. Voor de validatie is SWRL en SPARQL gebruikt.  
 
Voorbeeld voor het valideren van een Right-Duty legal concept 
De actor Fred heeft het recht (Right) op een notificatie als zijn private health information  
gebruikt wordt door counterpart Fred’s Hospital. Daarnaast heeft actor Fred’s Hospital de 
plicht (Duty) om een notificatie te sturen, als door dit ziekenhuis private health information 
van Fred gebruikt wordt. Voor de validatie worden twee scenario’s gebruikt. In Scenario 1 
wordt zowel een Right als een Duty actie gebruikt. In Scenario 2 een Right een Privilege 
actie. 
  
Scenario 1 (SWRL-regel, conditional statement, volgorde acties): 
Stap 1: Leg vast dat actor Fred een notificatie vraagt aan Fred’s Hospital (Right) 
Stap 2: Leg vast dat actor Fred’s Hospital een notificatie stuurt Fred (Duty) 
Dit wordt vastgelegd in de volgende triples: 
Subject Predicate Object 
Fred performRequestNotification Individual_perform_request_notification 
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Fred interactsWith Fred’s Hospital 
Fred’s Hospital performSendNotification Individual_perform_send_notification 
 
Met een SWRL-regel kan bepaald worden dat er zowel sprake is van een Right als een Duty 
voor dezelfde betrokkenen (met tegengestelde rollen): Right(?x), hasRightBearer(?x, ?a), 
hasRightCounterpart(?x, ?b), hasRightObject(?x, ?o), Duty(?y), hasDutyBearer(?y, 
?b), hasDutyCounterpart(?y, ?a), hasDutyObject(?y, ?o) -> RightDutyAllowed(?y)  
 
Uitvoering van de SWRL-regel levert een individual op in de class RigthDutyAllowed. Vanuit 
het perspectief van redeneren met Hofheldian-legal concepts is dit correct. Toch levert dit 
geen bevredigende kwalificatie op. Fred’s Hospital heeft alleen maar een plicht om een 
notificatie te sturen als ook daadwerkelijk private health information van Fred gebruikt is. De 
plicht om een notificatie te sturen is dus conditioneel afhankelijk van het gebruik van private 
health information. In dit onderzoek is conditionele afhankelijkheid geïmplementeerd door 
middel van een pre-conditie. De pre-conditie Use PHI is in dit geval niet vervuld, wat 
resulteert in een individual in class PreConditionNotFulfilled. Zie voor verdere toelichting van 
pre-condities paragraaf 4.3.2.  
 
Interessant is vast te stellen wat een logische ‘totaal’ kwalificatie zou zijn van zowel het 
Right-Duty Hohfeldian legal concept paar als de conditionele afhankelijkheid. Figuur 23 toont 
voor deze casus voor alle combinaties van de Right/Duty/Pre-condition-acties de kwalificatie 
op basis van Hohfeldian legal concepts en de resulterende kwalificatie. De pre-conditie is 
hierbij alleen een pre-conditie voor de Duty-actie. 
 
Right Duty Pre- 
conditie  
Right-Duty 
Qualification 
Resulting 
Qualification 
Toelichting 
None None None None None geen Hohfeld action-paar 
None None Use PHI None None geen Hohfeld action-paar 
Request 
notification 
None None Disallowed Allowed wel right-actie, geen duty-actie, niet aan 
pre-conditie van de duty-actie voldaan -> 
duty-actie mag uitblijven. 
Request 
notification 
None Use PHI Disallowed Disallowed Wel right-actie, maar geen duty actie, 
terwijl wel aan de  pre-conditie van de 
duty-actie voldaan is-> duty-actie moet 
dus plaatsvinden, maar vindt niet plaats  
-> Disallowed 
None Send 
notification 
 None Disallowed Disallowed Er vindt duty-actie plaats zonder dat dit 
op een recht gebaseerd is.  De duty-actie 
vindt ook nog eens plaats zonder dat aan 
de pre-conditie is voldaan -> Disallowed 
None Send 
notification 
Use PHI Disallowed Disallowed Er vindt een duty-actie plaats zonder dat 
dit op een recht gebaseerd is.   
Request 
notification 
Send 
notification 
None Allowed Disallowed Er vindt zowel een right- als een duty- 
actie plaats. Doordat echter niet aan de 
pre-conditie van duty voldaan is, is het 
totaalresultaat Disallowed 
Request 
notification 
Send 
notification 
Use PHI Allowed Allowed Er vindt zowel een right als een duty-actie 
plaats. Tevens is voldaan aan de pre-
conditie van de duty actie -> totaal 
resultaat is Allowed 
Figuur 23. Kwalificatie Right-Duty met pre-conditie voor Duty-actie 
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In lijn met de verwachting heeft alleen het niet voldoen aan de pre-conditie invloed op de 
eindkwalificatie, waarbij de eindkwalificatie afwijkt van de kwalificatie op basis van het 
Hohfeldian legal concept paar. 
 
Volgorde van acties 
Opvallend is dat er zowel bij de Semantic Web als de relatie-algebra implementatie een 
uitdaging is ten aanzien van het modelleren van de volgorde van acties. Hoewel in de 
gebruikersinterface van de Ampersand-implementatie de suggestie gewekt wordt dat er 
expliciet een volgorde van de acties opgegeven kan worden, vindt afleiding volledig plaats op 
basis van vooraf gespecificeerde Hohfeldian legal action paren, zonder rekening te houden 
met de volgorde van de gerelateerde acties. Met Semantic Web-technieken is het mogelijk 
bij acties een DataProperty ’tijdstipActie’ vast te leggen en deze dan met SWRL te 
vergelijken door middel van greaterThan, om vast te stellen welke actie eerder heeft 
plaatsgevonden. 
 
Scenario 2 (SPARQL query met pre-conditie): 
Stap 1: Leg vast dat actor Fred een notificatie vraagt aan Fred’s Hospital (Right) 
Stap 2: Leg vast dat actor Fred’s Hospital gebruik maakt van PHI van Fred (Privilege) 
 
Dit wordt vastgelegd met de volgende triples: 
Subject Predicate Object 
Fred performRequestNotification Individual_perform_request_notification 
Fred interactsWith Fred’s Hospital 
Fred’s Hospital performUsePHI Individual_perform_use_PHI 
 
Ook voor de validatie van situaties waarbij de Duty-actie ontbreekt is het relevant rekening te 
houden met de pre-conditie. Voor het geval dat niet voldaan is aan de pre-conditie van de 
Duty-actie (er is geen gebruik gemaakt van de PHI van Fred), hoeft immers ook geen Duty-
actie plaats te vinden. Terwijl in het geval dat er wel gebruik gemaakt is van PHI, er wel een 
Duty-actie moet volgen. In de volgende SPARQL query is dit voor deze situatie uitgewerkt: 
 
INSERT {HIPAA:Individual_perform_request_notification a 
HohfeldSW:RightDutyDisallowed}  
 WHERE {  ?RightAction a HIPAA:Request_notification.  
          ?Persoon HIPAA:performAction  ?RightAction . 
          ?Persoon HohfeldSW:interactsWith ?Ziekenhuis . 
          ?PrivilegeAction a HIPAA:Use_private_health_information_privilege . 
          ?Ziekenhuis HIPAA:performAction ?PrivilegeAction .  
          ?Ziekenhuis HohfeldSW:interactsWith ?Persoon  
      NOT EXISTS { ?DutyAction a HIPAA:Send_notification.  
          ?Ziekenhuis HIPAA:performAction ?DutyAction.  
          ?Ziekenhuis HohfeldSW:interactsWith ?Persoon }}  
  
Dit resulteert in een kwalificatie RightDutyDisallowed als voor dezelfde stakeholders (zij het 
in andere rollen) er zowel een Request notification en een Use PHI van toepassing is, maar 
geen Send notification.  
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4.2.3 Power-Liability legal concepts 
Het Power-Liability legal concept is onderdeel van het Provision Model. Compliancy wordt 
vastgesteld via het Qualification concept. Voor de validatie is SWRL en SPARQL gebruikt. 
 
Voorbeeld voor het valideren van het Power-Liability legal concept 
De actor Fred’s Hospital heeft het vermogen (Power) om de restrictie van private health 
information te beëindigen. Fred is aansprakelijk (Liability) om in te stemmen met het 
beëindigen van de restrictie. Instemmen met restrictie is in tegenspraak met de Power van 
Fred’s Hospital. Er worden twee scenario’s onderscheiden: In scenario 1 is er sprake van 
zowel een Power als Liability, in scenario 2 is er alleen sprake van een Power.   
 
Scenario 1 (SWRL-regel) 
Stap 1: leg vast dat actor Fred instemt met de restrictie van PHI door Fred’s Hospital 
Stap 2: leg vast dat actor Fred’s Hospital de restrictie van PHI van Fred opheft.   
 
Dit wordt vastgelegd met de volgende triples: 
Subject Predicate Object 
Fred performAgreeToRestrict_Liability Individual_perform_agree_to_restrict_PHI 
Fred’s Hospital interactsWith Fred 
Fred’s Hospital performTerminateRestriction Individual_perform_terminate_restriction 
 
In de implementatie wordt er vanuit gegaan dat als er een Liability-actie is, dat deze de 
Power-actie ondermijnt. Met de volgende SWRL-regel wordt dit gevalideerd: 
 
Power(?x), hasPowerBearer(?x, ?a), hasPowerCounterpart(?x, ?b), 
hasPowerObject(?x, ?o), Liability(?y), hasLiabilityBearer(?y, ?b), 
hasLiabilityCounterpart(?y, ?a), hasLiabilityObject(?y, ?o) -> 
PowerLiabilityDisallowed(?y) 
 
Dit levert in casu een individual op in de class PowerLiabilityDisallowed. 
 
Scenario 2: (SPARQL) 
Stap 1: leg vast dat actor Fred’s Hospital de restrictie van PHI van Fred opheft.   
 
Dit wordt vastgelegd met de volgende triples: 
Subject Predicate Object 
Fred’s Hospital performTerminateRestriction Individual_perform_terminate_restriction 
Fred’s Hospital interactsWith Fred 
 
De validatie van de ontbrekende Liability-actie kan door het ontbreken van negation of failure 
in de context van Semantic Web alleen vastgesteld worden doormiddel van SPARQL. De 
volgende generieke SPARQL query valideert dit scenario: 
 
INSERT {?PowerAction a HohfeldSW:PowerLiabilityAllowed }   
WHERE {?PowerAction prv:hasPowerBearer ?PowerBearer. 
       ?PowerAction prv:hasPowerCounterpart ?PowerCounterpart. 
       ?PowerAction prv:hasPowerObject ?PowerLiabilityObject  
NOT EXISTS { 
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        ?LiabilityAction prv:hasLiabilityBearer ?PowerCounterpart . 
        ?LiabilityAction prv:hasLiabilityCounterpart ?PowerBearer . 
        ?LiabilityAction prv:hasLiabilityObject ?PowerLiabilityObject  
 }} 
  
Validatie levert een individual op in de class PowerLiabilityAllowed. 
 
4.2.4 Immunity-Disability legal concepts 
Het Immunity-Disability legal concept paar is uitgewerkt in de HohfeldSW-ontologie.   
Het Immunity-Disability legal concept komt niet voor in de HIPAA Privacy Rule 
(Lalmohamed, 2014). Voor het Immunity legal concept is daarom voor 
demonstratiedoeleinden een fictieve normative phrase uitgewerkt. 
 
Voorbeeld voor het valideren van een Immunity-Disability legal concept 
Een overheid ‘Governement1’ heeft een onvermogen (Disability) ten opzichte Fred’s Hospital 
om het gebruik van private health information te verbieden. Fred’s Hospital is immuun 
(Immunity) voor acties vanuit de overheid om het gebruik van private health information te 
verbieden. Het voorgaande wordt gevalideerd met twee scenario’s. In scenario 1 is er zowel 
sprake van een Immunity-actie als een Disability-actie. In scenario 2 is er alleen sprake van 
een Immunity-actie. Validatie van beide scenario’s vindt op een vergelijkbare manier plaats 
als bij het Power-Liability legal concept.  
 
4.2.5 Tegengestelde legal concepts 
Met Semantic Web is een OWL-validatie uitgewerkt voor tegengestelde legal concepts.  
Bij de validatie van tegengestelde legal concepts moet alleen getoetst worden of deze 
tegenstellingen ook daadwerkelijk voorkomen: als ze niet voorkomen is er immers geen 
overtreding. Een legal concept is tegengesteld als het bestaan van de ene actie het bestaan 
van de andere actie uitsluit. Als een actie use private health information een Privilege is dan 
kan dit niet tegelijkertijd een Duty zijn omdat een Privilege deel uitmaakt van de Privilege-
NoRight relatie en resulteert in een andere juridische verhouding tussen Actor en 
Counterpart. De classes in de HohfeldSW-ontologie zijn expliciet disjunct gemaakt door 
middel van owl:disjointWith. Het is verdedigbaar dat dit de meest heldere implementatie is, 
omdat door een inconsistentiemelding direct duidelijk is dat de regels tegenstrijdig zijn. 
Onderstaande tabel toont de geïmplementeerde Disjoints: 
Legal concept Disjoint With 
Right NoRight 
Duty Privilege 
Power Disability 
Liability Immunity 
Figuur 24. Tegengestelde legal concepts 
De validatie van tegengestelde concepten kan getoetst worden door 
Individual_perform_Use_PHI zowel te koppelen aan een ‘Duty’ als een ‘Privilege’-actie. Dit 
levert bij inferencing een inconsistentie op.  
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4.3. Traceability en cross-references 
 
4.3.1 Traceability van wetsartikelen 
De uitkomst van de normative phrase analyse is dat elke normative phrase gekoppeld is aan 
een LegalSource – een wetsartikel uit de HIPAA. In Protégé is deze koppeling 
geïmplementeerd door individuals uit de class LegalSource_Individual via een object 
property te koppelen aan individuals uit de class Action_Individual. Relevant voor dit 
onderzoek is dat met Semantic Web ook een hiërarchie van objectproperties mogelijk is, via 
rdfs:subPropertyOf. Hierdoor is het mogelijk een objectproperty die hoort bij een bepaalde 
actie bijvoorbeeld hasDutyAction te abstraheren naar een algemenere objectproperty 
impliesAction. Op basis hiervan is het mogelijk generieke regels voor afleidingen met cross- 
references te maken. 
 
4.3.2 Traceability van cross-references 
Een cross-reference is een citaat van een deel van een juridische tekst wat terugkomt bij een 
andere deel van dezelfde of een andere juridische tekst. Het is van belang cross-references 
in beeld te hebben, om compliant te kunnen zijn. Bij de representatie van juridische normen 
is het relevant onderscheid te maken tussen twee typen: de constraint cross-reference en de 
exception cross-reference (Maxwell, 2011). Een constraint cross-reference is een verfijning 
van een bestaande wetsartikel, waarbij aanvullende constraints aan het bestaande 
wetsartikel worden toegevoegd. Bij een exception cross-reference gaat het om een 
uitzondering (lex specialis) op een al bestaande regel. Een manier om exceptions vast te 
stellen is door het classificeren van normen (Ven et al., 2008). Uitgangspunt hierbij is dat een 
juridische norm die een subonderdeel is van een andere norm, maar een andere deontische 
kwalificatie heeft (dus bijvoorbeeld een permissie in plaats van een obligation) als exception 
aangemerkt kan worden. Op deze manier kan een monotone oplossing gevonden worden 
voor een logische conflictsituatie.    
 
Voorbeeld validatie van een constraint cross-reference 
Een voorbeeld van een constraint cross-reference is de eis dat een notificatie gestuurd wordt 
nadat een ziekenhuis gebruikt heeft gemaakt van de private health information van een 
patiënt. Het gebruik van private health information is een pre-conditie voor het sturen van 
een notificatie. Aan de andere kant moet na het gebruik van private health information ook 
aan de postconditie van het versturen van een notificatie voldaan zijn. Bij beide aspecten 
wordt stilgestaan. 
 
Scenario 1: voldaan aan zowel pre-conditie als post-conditie 
Stap 1: leg vast dat actor Fred een notificatie vraagt aan Fred’s Hospital  
Stap 2: leg vast dat actor Fred’s Hospital gebruik maakt van PHI van Fred.   
Stap 3: leg vast dat actor Fred’s Hospital een notificatie stuurt naar Fred 
 
Dit wordt vastgelegd met de volgende triples: 
Subject Predicate Object 
Fred performRequestNotification Individual_perform_request_notification 
Fred interactsWith Fred’s Hospital 
Fred’s Hospital performUsePHI Individual_perform_use_PHI 
Fred’s Hospital performSendNotification Individual_perform_send_notification 
43 
 
 
In het kader van pre- en post-condities binnen de HIPAA zijn de volgende triples relevant: 
Subject Predicate Object 
art_164_522_a_1_iii_NP3_USE isPreConditionLegalSource art_164.520_a_1 
art_164_522_a_1_iii_NP3_USE hasPrivilegeAction Individual_perform_use_PHI 
art_164.520_a_1 hasDutyAction Individual_perform_send_notification 
art_164.520_a_1 isPostConditionLegalSource art_164_522_a_1_iii_NP3_USE 
 
Voor de validatie of aan een pre-conditie voldaan is wordt de volgende SWRL-regel gebruikt: 
impliesAction(?y, ?a), isPreConditionLegalSource(?y, ?z), Action(?a), LegalSource(?y) 
-> PreConditionFulfilled(?a) 
Als een actie plaatsvindt die verbonden is aan een bepaald artikel uit de HIPAA die een pre-
conditie van een ander artikel uit de HIPAA is, dan is aan de pre-conditie voldaan. In casu 
levert dit een individual op in PreConditionFulfilled. 
 
Voor de validatie of aan een post-conditie voldaan is wordt de volgende SWRL-regel 
gebruikt: 
impliesAction(?x, ?a), impliesAction(?y, ?b), isPostConditionLegalSource(?x, ?y), 
Action(?a), Action(?b), LegalSource(?y), LegalSource(?x) -> 
PostConditionFulfilled(?a) 
 
Voor de acties Send Notification en Use PHI kan op basis van de HIPAA regels vastgesteld 
worden dat de eerste actie inderdaad een post-conditie van de tweede actie is. 
 
Scenario 2: niet voldoen aan pre-conditie (SPARQL) 
Stap 1: leg vast dat actor Fred’s Hospital een notificatie stuurt naar Fred  
Subject Predicate Object 
Fred’s Hospital interactsWith Fred 
Fred’s Hospital performSendNotification Individual_perform_send_notification 
 
Om vast te stellen dat niet aan een pre-conditie voldaan is (in dit geval het gebruik van PHI) 
kan de volgende SPARQL query gebruikt worden: 
 
INSERT {?Actie a HohfeldSW:PreConditionNotFulfilled} 
WHERE {?PreConditieRegel HohfeldSW:isPreConditionLegalSource ?ActieRegel . 
       ?PreConditieRegel HohfeldSW:impliesAction ?PreConditieActie . 
       ?ActieRegel HohfeldSW:impliesAction ?Actie  
    NOT EXISTS { ?PreConditieActie a HohfeldSW:Action}} 
 
In casu wordt PreConditionNotFulfilled gevuld met Individual_perform_send_notification. 
 
Scenario 3: validatie niet voldoen aan post-conditie (SPARQL) 
Stap 1: leg vast dat actor Fred’s Hospital gebruik maakt van PHI van Fred. 
Subject Predicate Object 
Fred’s Hospital interactsWith Fred 
Fred’s Hospital performUsePHI Individual_perform_use_PHI 
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In deze situatie is de post-conditie – het versturen van een notificatie – niet vervuld. Het niet 
vervullen van de post-conditie kan gevalideerd worden met de volgende SPARQL code: 
 
INSERT {?Actie a HohfeldSW:PostConditionNotFulfilled} 
WHERE {?PostConditieRegel HohfeldSW:isPostConditionLegalSource ?ActieRegel . 
       ?PostConditieRegel HohfeldSW:impliesAction ?PostConditieActie . 
       ?ActieRegel HohfeldSW:impliesAction ?Actie  
NOT EXISTS { ?PostConditieActie a HohfeldSW:Action }} 
 
PostConditionNotFulfilled wordt gevuld met een individual als een actie een postconditie 
heeft (gebaseerd op de HIPAA) die zich niet heeft voorgedaan.  
 
Voorbeeld voor het valideren van een exception cross-reference: 
Het valideren van een exception kan op een vergelijkbare manier als het vaststellen van een 
pre- en postconditie. Om vast te stellen  of er sprake is van een exception is de volgende 
generieke regel in SWRL uitgewerkt: 
 
impliesAction(?y, ?a), isExceptionLegalSource(?y, ?z), Action(?a), LegalSource(?y) -> 
ExceptionFulfilled(?a)  
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5. Conclusies en aanbevelingen 
Dit hoofdstuk bevat een samenvatting van de resultaten van dit onderzoek en een 
aanbeveling voor vervolgonderzoek. Het doel van dit onderzoek was vast stellen of het 
mogelijk was legal requirements met Hofheldian legal concepts als raamwerk te 
implementeren met Semantic Web-technieken. Een ander aandachtspunt was de 
implementatie van traceerbaarheid tussen wetsartikelen en de bijbehorende regels en de 
omgang met ambiguïteit. 
 
5.1 Conclusies 
De resultaten van de empirische studie tonen aan dat het inderdaad mogelijk is om juridische 
requirements gebaseerd op Hohfeldian legal concepts uit te drukken met Semantic Web- 
technieken. Met de implementatie kan inzichtelijk gemaakt worden wat de relatie tussen 
actoren is, welke acties ze uitvoeren en wat de juridische consequenties van het al dan niet 
uitvoeren van deze acties zijn.  
 
In dit onderzoek is tegemoet gekomen aan de best practice herbruikbaarheid door een 
bestaande ontologie als basis te nemen. Het gekozen Provision Model pattern is een 
ontologie die in principe generiek toepasbaar is. Het Provision Model vormde geen kant-en-
klare oplossing, maar wel een goed vertrekpunt voor de implementatie van Hohfeldian legal 
concepts. Het Provision Model was niet compleet, omdat onder andere een aantal 
Hohfeldian legal concepts ontbraken. Op basis van de ideeën van Gruber over ontologie-
hergebruik (Restriction of Non-Modification) mogen hergebruikte ontologieën op geen enkele 
manier aangepast worden (Hoekstra, 2009). Uitbreiding heeft dan ook plaatsgevonden in 
een nieuwe ontologie: HohfeldSW. Naast de ontbrekende legal concepts zijn in deze 
ontologie ook validatieregels en classes om juridische handelingen te kunnen kwalificeren 
toegevoegd. In deze implementatie zijn ook een aantal Ontology Design Patterns gebruikt: 
N-ary Relations en AgentRole. Toepassing van deze herbruikbare componenten heeft 
bijgedragen aan een transparantere implementatie.    
 
Alleen de uitwerking van Hohfeldian legal concepts is onvoldoende om wet- en regelgeving 
op een realistische manier te modelleren. In de praktijk van wet- en regelgeving doen zich 
immers allerlei afhankelijkheden voor tussen regels. Om hiermee om te kunnen gaan is het 
noodzakelijk conditional statements te modelleren. Dit is gedaan in de vorm van pre- en 
post-condities en exceptions. In het kader van traceerbaarheid is een link gelegd tussen de 
LegalSource uit de HIPAA en de gerelateerde actie. Hierdoor is het mogelijk de grond van de 
juridische actie mee te nemen in afleidingen met de genoemde cross-references.  
 
De vergelijking van de Semantic Web-implementatie met de Ampersand-implementatie geeft 
een onderbouwing voor het niveau van de implementatie. Het Provision Model zelf kon wel 
op het niveau van RDF(S)/OWL geïmplementeerd worden. Opvallend is dat voor de validatie 
van legal concepts bij de Ampersand-implementatie per correlatief legal concept paar één 
rule nodig is. Met Semantic Web technieken vindt de validatie per correlatief legal concept 
paar op twee manieren plaats. Validatie van de correlatieve legal concepts vindt plaats met 
SWRL in het geval dat beide legal concepts uit het relevante correlatieve paar voorkomen, 
en in andere gevallen met SPARQL vanwege de Open World Assumption. Wel is in alle 
gevallen een generieke oplossing mogelijk. De validatie van tegengestelde legal concepts is 
generiek geïmplementeerd via Disjoint with. Ook voor de afhandeling van pre- en post-
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condities en exceptions is net als bij de Ampersand-implementatie een generieke oplossing 
geïmplementeerd, waarbij vergelijkbare situaties op dezelfde manier behandeld kunnen 
worden. Ook hier moet zowel een regel in SWRL als met SPARQL (om vast te stellen dat de 
conditie niet vervuld is) geïmplementeerd worden. Conclusie is dat het technisch haalbaar is 
om traceerbaarheid te modelleren met Semantic Web-technieken.   
  
In dit onderzoek is ambiguïteit afgebakend tot logische ambiguïteit. Deze vorm van 
ambiguïteit doet zich voor wanneer één bepaalde term voor meerdere interpretaties vatbaar 
is. Deze vorm van ambiguïteit is in dit onderzoek op een vergelijkbare manier opgelost als bij 
de Ampersand implementatie: de in de HIPAA voorkomende term ‘use or disclose’ is 
opgesplitst in twee gescheiden regels. De uitwerking hiervan was haalbaar.   
 
In dit onderzoek is duidelijk geworden dat de totaalkwalificatie of een bepaalde actie al dan 
niet is toegestaan, niet alleen bepaald kan worden op basis van de relevante Hohfeldian 
legal concepts, maar dat hier ook conditional statements in meegewogen moeten worden. 
 
Tot slot moet opgemerkt worden dat hoewel het gelukt is generieke oplossingen uit te 
werken voor het trekken van normatieve conclusies en voor cross-references, dit niet gelukt 
is op het niveau van RDF(S) en OWL. Dit vanwege de hiervoor genoemde redenen.  
 
5.2 Aanbevelingen voor vervolgonderzoek 
In dit onderzoek is geconstateerd dat voor de totaalkwalificatie van of een bepaalde actie is 
toegestaan, het onvoldoende is alleen op de kwalificatie van het gerelateerde Hohfeldian 
legal concepts af te gaan, maar dat het ook noodzakelijk is de gerelateerde conditional 
statements daarin te betrekken. Helaas is het niet eenvoudig dit met één of enkele generieke 
regels te ondervangen. Dit  omdat pre- en postcondities voor beide acties uit een Hohfeldian 
legal concept paar van toepassing kunnen zijn. Verder onderzoek is nodig om dit op een 
eenduidige manier te implementeren. 
 
Het is tevens interessant te onderzoeken of er voor bovengenoemde kwalificaties wellicht 
aansluiting gezocht kan worden bij onderzoek dat is gedaan naar kwalificatie van normen 
met deontische concepten met behulp van LKIF Core / HARNESS, waarbij gebruik is 
gemaakt van defaults (Ven et al., 2008).   
 
Tot slot is het nuttig te onderzoeken hoe defeasible logic toegepast kan worden bij de 
implementatie van Hohfeldian legal concepts met Semantic Web-technieken. Dit juist ook 
vanwege het bijzondere karakter van regels in het juridische domein, waarbij eerder 
getrokken conclusies ondermijnd kunnen worden. Het is in dit kader ook interessant om de 
ontwikkelingen binnen OASIS ten aanzien van Legal RuleML mee te nemen.  
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Appendix 
Begrip  Omschrijving  
Contradictories & contraries Contradictories and contraries:  in syllogistic, or traditional, logic, two basically different forms of 
opposition that can obtain between two categorical propositions or statements formed from the 
same terms (Encyclopaedia Britannica, 2016) 
Conjunctive query A conjunctive query is a conjunction of concept expressions of the form C(t) and role 
expressions of the form r(t, t′) where C is a concept, r is a role and t, t′ are terms, i.e. variables or 
individual names (Glimm, 2007). All variables are existentially qualified.  
Constitutieve regel Een constitutieve regel roept iets in het leven dat onafhankelijk van die regel niet bestaat. 
Spelregels zijn een goed voorbeeld van constitutieve regels. Schaken bijvoorbeeld is wat het is 
louter en alleen door de regels die ervoor zijn opgesteld. Ook bepaalde sociale en politieke 
instituties hebben dit karakter. Constitutieve regels leggen het raamwerk vast waarbinnen 
regulatieve regels werkzaam zijn (Stokhof, 2000) 
CWA The closed world assumption, formalized in [Reiter, 1978], is the presumption that what is not 
currently known to be true is false. An important concept inside the closed world assumption is 
the concept of negation as failure, which implies believing false every predicate that cannot be 
proved to be true. In the knowledge management arena, the closed world assumption is used in 
at least two situations: when the knowledge base is known to be complete and when the 
knowledge base is known to be incomplete but a "best" definite answer must be derived from 
incomplete information (Ceci, 2008). 
Design pattern A design pattern is an archetypical solution to a design problem given a certain context 
(Hoekstra, 2009) 
Epistemologisch  framework Epistemologie of kentheorie, is de tak van de filosofie die de aard, oorsprong, voorwaarden voor 
en reikwijdte van kennis en het weten onderzoekt. Een belangrijk aspect van epistemologie is de 
rechtvaardiging van kennis en aannames. Bij het redeneren worden argumenten gegeven 
waarom een conclusie gerechtvaardigd is. Een redeneer structuur (‘reasoning structure’) is een 
epistemologisch framework (Breuker, 2004) 
HIPAA Health Insurance Portability and Accountability Act 
lex posterior De meest recente norm heeft voorrang 
lex specialis Een meer specifieke juridische norm heeft voorrang op een meer generieke juridische norm. 
NLP Natural Language Processing 
OASIS  Advancing Open Standards for the Information Society 
OWA The opposite of the closed world assumption is the open world assumption, stating that lack of 
knowledge does not imply falsity. The most important implication of this assumption is that, if a 
rule has a negative requirement (i.e. the body of the rule contains (not) knowlable) and the 
Knowledge Base contains no information on the element (i.e. knowable), the rule will not trigger. 
In order for the rule to apply, the Knowledge Base must explicitly contain the negative statement 
(Ceci, 2008) 
RDF Resource Description Framework 
 
RDFS RDF Schema 
Regulatieve regels Regels die gedrag of handelingsvoorschriften bevatten; regulatieve regels gelden alleen binnen 
een bepaald regelsysteem (Stokhof, 2000). 
RIF RIF ( http://www.w3.org/2005/rules/wiki/RIF_Working_Group ) is a W3C recommendation for a 
standard Web Rule Interchange Format to exchange rule sets among different rule systems. It 
makes use of Internationalized Resource Identifiers and supports XML Schema data types. 
SBVR The Semantics of Business Vocabulary and Business Rules (SBVR) provides a controlled 
natural language of fixed and finite vocabulary and syntactic form for the expression of the 
terminology, facts, and rules for business documents across a range of business activities and 
organisations.. 
SWRL Semantic Web Rule Language 
Triangulatie Triangulatie betekent dat binnen hetzelfde onderzoek verschillende onafhankelijke 
onderzoeksmethoden of gegevensbronnen worden gebruikt om te controleren of de gegevens 
die verzameld zijn daadwerkelijk het verwachte antwoord op de onderzoeksvraag kunnen geven 
(Saunders, 2011) 
W3C World Wide Web Consortium 
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Bijlage 1 - Relevante Provision rules uitgewerkt in functionele 
notatie  
 
HIPAA article Provision 
Type 
Provision Attributes 
164.520_a_1 (impliciet) Right hasRightBearer=’Person’ 
  hasRightCounterpart=’Covered Entity’ 
  hasRightAction=’Request notification’ 
  hasRightObject=’Notification’ 
164.520_a_1 (expliciet) Duty hasDutyBearer=’Covered Entity’ 
  hasDutyCounterpart=’Person’ 
  hasDutyAction=’Send notificaton’ 
  hasDutyObject=’Notification’ 
164.522_a_1_i_A_USE (expliciet) Privilege hasPrivilegeBearer=’Covered Entity’ 
  hasPrivilegeCounterpart=’Person’ 
  hasPrivilegeAction=’Use PHI’ 
  hasPrivilegeObject=’PHI’ 
164.522_a_1_i_A_USE (impliciet) NoRight hasNoRightBearer=’Person’ 
  hasNoRightCounterpart=’Covered Entity’ 
  hasNoRightAction=’Prohibit use PHI’ 
  hasNoRightObject=’PHI’ 
164.522_a_1_2 (expliciet) Power hasPowerBearer=’Covered Entity’ 
  hasPowerCounterpart=’Person’ 
  hasPowerAction=’Terminate restriction’ 
  hasPowerObject=’Restriction’ 
164.522_a_1_2 (impliciet) Liability hasLiabilityBearer=’Person’ 
  hasLiabilityCounterpart=’Covered Entity’ 
  hasLiabilityAction=’Agree restriction’ 
  hasLiabilityObject=’Restriction’ 
Custom_NP1 Immunity hasImmunityBearer=’CoveredEntity’ 
  hasImmunityCounterpart=’Government’ 
  hasImmunityAction=’use PHI’ 
  hasImmunityObject=’PHI’ 
Custom_NP1 Disability hasDisabilityBearer=’Government’ 
  hasDisabilityCounterpart=’Covered Entity’ 
  hasDisabilityAction=’Forbid use PHI’ 
  hasDisabilityObject=’PHI’ 
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