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ABSTRAKTI
Me digjitalizimin e shumë shërbimeve, kompanitë e ndryshme duhet të konkurojnë me
rivalë të ndryshëm komercial në shpejtësi dhe shërbime cilësore.
Dizajnimi dhe implementimi i një rrjeti kompjuterik te këto kompani duke marrë parasysh
parametrat e cekur më lartë, qofshin kompani të vogla apo të mesme ndihmon që të
menaxhimin më të mirefillt të komunikimit si dhe shërbimeve të tyre përkatëse. Në rastin
tonë, një dizajnim i tillë në kompaninë “X” mundëson që të rritet qëndrueshmërinë e
informatës dhe efikasitetin e shërbimeve që ofron kjo kompani, gjithashtu lehtësohet dhe
shpejtohet procesi i komunikimit në mes të filialeve të ndryshme si dhe i departamenve
të këtyre filialeve në kuadër të ketyre kompanieve.
Digjitalizimi i komunikimit, mundësia e centralizimit të menaxhimit të shërbimeve,
rëndësia e qëndrueshmërisë së informates, dhe komunikimi efikas në distancë janë disa
nga parametrat të cilët janë trajtuar në kuader të kesaj teme.
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Ky punim diplome i dedikohet familjes sime për përkrahjen e pa kursyer që më
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1 HYRJE
Rrjetet kompjuterike paraqesin lidhjet e paisjeve kompjuterike të ndryshme për
shkëmbimin e të dhënave. Këto rrjete kanë përdorim të gjerë për shërbime të ndryshme,
siç janë: e-mail, web shërbime, Voip(voice over IP), e-commerce, e shumë shërbime të
tjera specifike për kompani të ndryshme.
Zakonisht paisjet të ndryshmë kompjuterike lidhen në një rrjetë të caktuar me qëllim të
krijimit të infrastruktures adekuate për të mundësuar komunikimin e suksesshëm në mes
të shfrytezuesve të asaj rrjete. Rrjetet kompjuterike mund të jenë të kategorieve të
ndryshme, duke filluar nga rrjetat e thjeshta, të cilat kanë për synim të konkretizojnë
komunikimin në mes të dy kompjuterëve e deri te ato më komplekse të cilat në vete
përmbajne numër të lart të paisjeve kompjuterike të ndërlidhura në mes vete, per te
realizuar komunikimet në distanca të larta, me mundësi të kufizimit të komunikimit sipas
kërkesave të klientëve, përkatësisht kompanive të caktuara.
Evoluimi i teknologjisë, përkatësisht ngritja kaq e hovshme e digjitalizimit të
komunikimeve, ka influencuar gjithashtu rrjedhjen e një biznesi të vogel apo te mesëm,
pa marrë parasysh profilin e atij biznesi. Shtrirja e mirëfilltë e rrjetave kompjuterike në
ditët e sotme gjejnë zbatim në shumë sfera, si në shkolla, spitale, kompani etj. ku varesisht
nevojave të tyre, në kuader të shtrirjes së rrjeteve mund të kemi paisje prej më të
ndryshmeve, si PC, laptop, smart phone, server të ndryshëm, printer, tablet etj. Paisjet që
lidhen në rrjetë kompjuterike që njihen si host, duhet të kenë një adresim logjik, në bazë
të cilës definohet lokacioni dhe identifikohet një paisje në një rrjetë të caktuar. Struktura
e komunikimit të suksesshëm në kuader të rrjeteve është definuar sipas OSI modelit
referues [1], model ky i standardizuar i cili në vete ka definuar komunikimin përgjatë
shtatë shtresave, shtresa këto të cilat kontrollojnë rrjedhën e trafikut në rrjetë. Fale ketyre
standardeve, prodhuesit e paisjeve të ndryshme në vende të ndryshme të botës, kanë të
zgjeruar marketin e tyre pamarrë paraysh lokacionin e tyre, duke prodhuar paisje te cilat
përkrahin standardet e domosdoshme, siq është standardi në fjalë [1, 2].
Në kuadër të këtij punimi është ngritur si qështje mundësia e shtrirjes së rrjetës
kompjuterike në një kompani në qytetin e Gjilanit, duke filluar nga faza e planifikimit,
dizajnimit dhe në fund implementimit te saj. Për të realizuar këtë ne kemi filluar në
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kapitullin e parë me Hyrje, me pastaj duke vazhduar me shfletimin e literaturës. Në
kapitullin e tretë është deklaruar problemi, duke ngritur si qështje nevojën për krijimin e
rrjetave komunikuese në mënyrë të centralizimit të komunikimit dhe menaxhimit të
shërbimeve përkatese, sidomos kur bëhet fjalë për një kompani e cila ka shume
departamente, në shume filiale të ndryshme. Rasti i studimit është përfshirë në kapitullin
e radhës, ku në kuader të këtij kapitulli është trajtuar çështja e kompanisë në fjalë, duke
filluar nga gjendja e më parshme e deri te gjendja aktuale, duke u munduar te analizojmë
dhe krahasojmë benefitet që mund të ketë kjo kompani pas implementit të propozimit
tonë. Metodologjia do të shpjegojë metodat që janë përdorur gjatë realizimit të këtij
punimi të diplomës. Dhe për fund, rezultatet do të përmbajnë rezulatet e testimeve të
simuluara në topologjine ekzistuese. Konkludimi do të ketë zgjidhjen e problemit për
problemin e kompanisë duke u bazuar në kërkimet dhe faktet e shtjelluara në këtë punim.
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2 SHQYRTIMI I LITERATURËS (HISTORIKU)
2.1 Zhvillimi i rrjetave kompjuterike
Me evoluimin e teknologjisë dhe nevojën e përdorimit të kompjuterëve nëpër kompani,
institucione e organizata të ndryshme, ka filluar të ngritet nevoja për krijim të rrejteve
kompjuterike adekuate për një komunikim me menaxhim të mirëfilltë. Nevoja për
komunikim më të shpejtë, cilësorë dhe të sigurtë ka bërë që të investohet shumë në
avansimin e këtyre rrjeteve. Gjithashtu me rritjen e numrit të pëdoruesve është dashur të
rritet kapaciteti i paisjeve që kontrollojnë këto rrjeta.
Aspekt tjetër që ka ndikuar në zhvillimin e rrjeteve kompjuterike është shtrirja e
kompanive dhe bashkepunimi i tyre në distanca gjeografike të madhe, për këtë shkak
duhej gjetur zgjidhja që të komunikonin më lehtë dhe me shpejt.
Hulumtimet në internet, digjitalizimi i shërbimeve të ndryshme, ofrimi i shërbimeve
institucionale ka bërë që të zhvillohen rrjetet kompjuterike me kusht që të ofrojë
komunikim sa më të mira për ofrimin e këtyre shërbimeve.
Pra në zhvillimin e rrjeteve kompjuetrike në nivelet e tanishme të avansuar siç është tani,
kanë ndikuar shumë faktorë qofshin ato komerciale, apo jo. Me zhvillimin e teknologjise,
rrjetat kanë bërë avansime dhë kanë një rol të rëndësishëm në rritjen e ekonomisë, duke
ofruar shërbime të reja dhe gjithashtu rritjen përformancës dhe produktivitetit. Pikat kyqe,
si kompjuterët dhe te dhënat janë të rëndesishëm në sistemin e informacionit.
Rrjetet kompjuterike kanë ndikuar në rritjen e suksesit të bizneseve, mbështetja e
aplikacioneve të ndryshme, mundësia e dërgimit të informacionit në kohe reale, mundësia
e çasjes në burime të ndryshme nga lokacione te ndryshme etj. Në ditët e sotme përdorimi
i teknologjisë së re është bërë domosdoshmëri, si dhe qëllim kryesor është rritja e
përfitimeve dhe shkurtimi i kohës për kryerjen e punës, dmth rritje të produktivitetit dhe
ekonomisë. Gjithashtu nje zhvillim tjetër i rëndësishëm në fushën e rrjeteve kompjuterike
është IoT (Interneti i gjërave), që sidomos kohës së fundit është një trend i madh në rritje
e cila paisjet tona të përditshme i lidh në internet, e ato paisje mund të jenë prej më të
ndryshmeve, si: TV, veturë, makinë e larjes së rrobave, larjes së enëve e shumë e shumë
pasijeve tjera që përdorim në jetën e përditshme. Implementimi i kësaj teknologjie jo
vetem nëpër shtëpi,kjo synohet që të arrihet të krijohen edhe Qytetet e Menqura, apo një
teknologji e tillë të implmentohet edhe në shëndetësi, në transport, në bujqësi e në çdo
sferë të jetës sonë ku mund të ndihmoj IoT. Një zhvillim të tillë, kompanitë nuk mund të
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neglizhojnë, kur dihet se rrjetet kompjuterike janë duke u bërë shumë të programueshme
dhe po adaptohen lehtë në ndryshimet në kohë reale për tu përshtatur hovit të madh
zhvillimor që po arrihet në këtë fushë dhe njëherit duke rritur kështu fleksibilitetin dhe
efiçencën e përdorimit të rrjeteve kompjuterike.
Dy standarte hierarkike që kanë për qëllim të definojnë se si paisjet si pjesë e rrjetave
kompjuterike si dhe aplikacionet e tyre duhet tu përmbahen rregullave të protokolleve, në
mënyrë që të komunikojnë sukseshem në mes vete janë OSI dhe TCP/IP. TCP/IP modeli
është model i ngjashëm me OSI modelin [8], por ky model është krijuar nga Departamenti
i Mbrojtjes së Shteteve të Bashkura të cilët për të mbetur informatat e dërguara sa më të
mbrojtura, kanë krijuar këtë model, i cili përmbanë katër shtresa, të cilat korespodojnë
me shtresat e modelit OSI [1].

Fig .1 Shtresat e modeleve TCP/IP dhe OSI [1]
Nëse fillojme gna Shtresa e Aplikacionit – atehere mund te themi se kjo shtresë është
në kontakt direkt me shfrytëzuesin, ofron shërbime për aplikacione, të tilla si: qasje në
fajlla dhe shtypje e dokumenteve të aplikacioneve të përdoruesit. Shtresa e Prezantimit
– në të cilën ndodh komprimimi dhe enkriptimi i të dhënave gjithashtu është përgjegjëse
që të dhënat e dërguara nga shtresa e aplikacionit të jenë të kuptueshme nga po kjo shtresë
tek dërguesi. Shtresa e Sesionit - është përgjegjëse për krijimin, menaxhimin dhe
mbylljen e sesionit komunikues në mes të dërguesit dhe marrësit. Shtresa e Transportit
– Detyrë parësore e kësaj shtrese është të rregullojë rrjedhën e trafikut dhe të transportoj
prej dërguesit deri tek marrësi të dhënat e caktuara kjo realizohet duke përdorur dy
protokolle bazë, atë TCP dhe UDP . Shtresa e Rrjetit – Protokolli krysor i kësaj shtrese
është IP, kjo shtresë është përgjegjëse që të gjejë rrugën më të mirë për deri tek
destinacioni dhe të përcaktojë informatat e adresave logjike që janë të asociuara me hostet
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përkatës. Shtresa Fizike – Roli i së cilës është vendosja e të dhënat në medium fizik të
rrjetit. Kjo shtresë definon karakteristikat elektrike, mekanike e funksionale për
menaxhimin dhe mirëmbajtjen e linjës fizike ndërmjet hostit të burimit dhe atij në
destinacion, pastaj elementet tjera si: niveli i voltazhës, distanca maksimale e
transmetimit, mediumi transmetues etj.
Ndërsa, nëse nisemi nga TCP/IP modeli, atëherë mund te themi se Shtresa e Aplikacionit
te ky model përfshinë tri shtresat e larta të OSI modelit, atë të Aplikacionit, Prezantimit
dhe Sesionit. Me pastaj, shtresa e transportit tek TCP/IP është e përputhshme me atë të
transportit tek OSI modeli, shtresa e internetit me atë të rrjetit ,ndërsa shtresa qasjes në
rrjetë tek TCP/IP me dy shtresat e para, pra me shtresën e data-linkut dhe atë fizike të OSI
modelit. Planifikimi përkatesisht dizajnimi i rrjetës, varion varësisht kompleksitetit të
rrjeteve. Rrjetet kompjuterike më komplekse kanë nevojë per një model që thjeshton
detyrën e ndërtimit të një rrjete të besueshme,të shkallëzuar dhe më pak të shtrenjtë, sepse
në vend se të fokusohen në ndërtimin e pakove të dërguara, ajo përqendrohet në tri fusha
funksionale, ose shtresa të rrjetit përkatës [1], qe njihet si modeli hierarkik tre shtresor i
rrjetes. Ky model ne vete ka:
•

Shtresen e bërthames (ang.Core layer):Pasi kjo shtrese ka per detyre transmetimin
sa më të shpejte dhe të besueshëm të paketave që zakonisht përdoren router-ë më
të fuçishëm te cilët komunikojnë në menyre kabllore ose satelitore me nje ISP
reale; Kjo arrihet edhe përmes implementimit te linjave WAN redundante me
shpejtësi te larte transmetimi. Kjo shtresë është përgjegjëse per kontrollin e
trafikut të rrjetës përkatëse ngase përmes kësaj shtrese rutohet pjesa më e madhe
e trafikut.

•

Shtresen e shperndarjes(ang.Distribution layer): Kjo shtresë ka për detyrë
shpërndarjen e rrjetës ne pajisjet përkatëse të lokacioneve në destinacion. Trafikun
që pranon nga shtresa e bërthamës, është detyrë e shtresës së shpërndarjes të
dergojë deri tek paisjet fundore apo asaj të shtresës së çasjes.

•

Shtresën e çasjes(ang.Access layer): Përmes kësaj shtrese klienti qaset në burimet
e rrjetës.

Varësisht nivelit të shtreses, edhe kompleksiteti dhe përgjegjesia e paisjeve është më e
lartë.
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Paisjet përbërëse të një rrjete kompjuterike
Me rritjen e kompleksitetit të rrjeteve kompjuterike është rritur edhe sasia dhe cilësia e
paisjeve përbërëse të rrjeteve. Paisjet fundore që njihen edhe si host duhet të kenë një IP
(adresë logjike) e cila definon se cilit rrjet i cakton një host përkatës.
Për rrjete më komplekse përdoren edhe shumë paisje tjera më komplekse, në vartësi edhe
ne çfarë aspekte orientohet implementimi, sikur janë ato të sigurisë etj.
Routeri – Është pajisje e cila vepron në shtresën e tretë të OSI modelit detyrë e të cilit
është lidhja e dy apo më shumë rrjeteve apo nënrrjeteve, paisje e cila përcjellë paketat
nëpër paisje të caktuara ne vartësi nga IP përkatëse e paisjes, nese për paketën e caktuar
nuk mund të gjendet destinacioni, atëhere routeri shkatërron ato paketa [1].
Switchi – Është pajisje e cila filtron trafikun në bazë të MAC adresave, vepron në shtresën
e dytë të OSI modelit, është shumë më avansuar se Hubi duke mundësuar që disa pajisje
të kenë munësi të komunikojnë në të njejtën kohë për dallim nga Hubi që nuk ka mundur
të realizohet kjo gjë [1].
Brigde - Është pajisje që vepron në shtresën e dytë të modelit OSI, mundëson ndërlidhjen
e segmenteve të rrjetit. Pasi të pranojë sinjalet nga segmentet e ndryshëme pastaj me
rastin e ritransmetimit të sinjalit aplikon një lloj filtrimi. Brixhi mëson segmentimin e
rrjetit, duke krijuar tabelën e adresave MAC, tabelë e cila përmban adresat fizike të secilës
pajisje në segmentet e ndërlidhura [1].
Multilayer Switch - Është pajisje që ka aftësinë për të vepruar në shtresat më të larta të
modelit OSI , ndryshe nga switch-ët e përdorur tradicionalisht, mund të kryejë funksionet
e një switchi, si dhe të një routeri me shpejtësi tepër të shpejtë. Një switch tradicional
inspekton korniza, ndërsa një multilayer switch inspekton thellë në njësi(në pako apo
edhe në nivel segmenti).
Serverët - Serverët janë kompjuterë të dedikuar për menaxhimin e resurseve të ndryshme
në rrjete kompjuterike. Serveret mundesojnë çasjen e të dhënave dhe pastaj këtyre të
dhënave mund t’u çasen klientet nëpërmjet rrjetit. Keta klientë çasen në servera për
shfrytëzimin e resurseve të ndryshme(fajllat dhe paisje).Këto të dhëna mund të mbrohen
duke u mundësuar çasje vetëm atyre përdoruesve që kanë privilegje apo autorizime të
caktuara:
Web Serveri – është një teknologji e cila shërben për të shqyrtuar kërkesat që vijnë nga
klientet ndërmjet HTTP dhe HTTPS. Web serveri shërben për t’u mundësuar çasjen
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klientëve të ndryshëm në web-faqe të kompanisë, institucionit, ku klientët mund të çasen
dhe të marrin informata të ndryshme mbi këtë kompani apo institucion [1].
Mail Server – Janë server që mundësojnë çasjen për marrjen dhe dërgimin e mesazheve
elektronike. Mail serverat mundësojnë dërgimin, pranimin dhe ruajtjen e e-mail-eve në
një rrjet me anë të LAN dhe WAN ose nëpërmjet internet [1].
File Serveri – FTP Serveri eshte përgjegjës për transferimin e fajllave nga server te klienti
dhe anasjelltas. Ky tip është ndër më të vjetrit në sherbimet e internetit. FTP ose File
Transfer Protocol lejon perdoruesit te transferojnë të dhëna në mënyrë të sigurtë të cdo
madhësie midis dy kompjuterëve, mundeson shkembimin e fajllave në mes të hostëve të
largët si dhe transferim efikas te fajllave në rrjetet TCP/IP [1].
DMZ Serverët - Termi DMZ (Demilitarized Zone) vie nga një zonë gjeografike në mes
të Koresë së Jugut dhe Koresë së Veriut në fund të luftës që duhej të çarmatosej për tu
futur në atë zonë, e cila në rrjetet kompjuterike është një nën-rrjetë logjike apo fizike që
ka për detyrë të mbrojë një rrjetë të caktuar LAN nga rrjetet jo të besueshme e që në
shumicën e rasteve është internet.
DMZ funksionon në logjikën që server mund të jetë i çasshëm nga pjesa e internetit por
është jo çasshëm nga pjesa e brendshme e LAN, kjo aftësi shton një karakteristikë tjetër
të sigurisë dhe kufizon kështu aftësinë e hakerëve për t’u çasur në serverët e brendshëm
por edhe në të dhënat e tjera të rrjetës LAN. Shërbimet që më së shpeshti hasen në DMZ
serverët janë: Web, Mail, DNS, FTP. Shpesh një DMZ njihet si perimetër i rrjetës. Në
DMZ mund të aplikohen dy lloje te sigurisë, siç jane: Firewall i njëfishtë apo i dyfishtë,
këto arkitektura të dizajnimit mund të bëhen më komplekse ne vartësi të objektivave të
sigurisë që vendosë një institucion i caktuar mbi sigurinë e rrjeteve.

2.2 Topologjitë e rrjeteve kompjuterike
Kur fillojmë të mendojmë për dizajnimin e një rrjete kompjuterike, ndër elementet
kryesore për dizajnimin e saj është edhe caktimi i topologjisë që do të përdoret. Varesisht
topologjise percaktohen edhe prioritetet që caktohen për një rrjetë të caktuar, nëse kemi
të bëjmë me redundancë apo me centralizim më të mirë etj.
Topologjitë ndahen në dy grupe, në: Topologji logjike dhe Topologji fizike.
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Topologjia fizike paraqet praninë fizike të elementeve në një rrjetë, lidhjen e këtyre
kompjuterrëve ndërsa ajo logjike përshkruan shërbimet që mund të ofrojnë dhe adresimet
përkatëse.
Topologjitë fizike mund të ndahen në:
Topologjia Unazë - Një konfiguracion që lidhë të gjitha nyjet në një loop të mbyllur në
të cilën të dhënat udhëtojnë vetëm në një drejtim [9].
Topologjia Bus - Të gjitha nyjet janë të lidhura me një linjë të vetme të komunikimit që
bartë mesazhe në të dy drejtimet [9].
Topologjia Yll - Një konfiguracion që përqëndrohet rreth një nyje të cilën të gjithë të
tjerët janë të lidhur dhe përmes të cilit të gjitha mesazhet janë dërguar [9].
Topologjia Mesh – Një konfiguracion që ofronë redundancë, duke lidhur paisjet secilë
me secilën, dukë bërë kështu më efikase mënyrën e dërgimit të të dhënave [1].
Topologjia Yll i zgjeruar - Një toplogji e cila paisjet e lidhura në Yll, vazhdojnë
zgjerimin e më tutjeshëm duke bërë kështu këtë rrjetë më të gjërë se ajo Yll [1].

Figura 1. Dy nga topologjitë: Yll i Zgjeruar dhe Mesh [1]

2.3 Përparësitë e topologjisë “mesh” ndaj asaj “yll”
Topologjia “ MESH” ofron redundancë dhe gjithëashtu ofron mundësia të load-balancing
për dallim prej topologjisë “ YLL”. Topologjia e cila nuk ofron redundancë, tek e cila
nëse bie lidhja në mes router-it kryesor dhe router-it anësorë, atehere kjo nuk do të ketë
mundësi tjera të komunikimit në mes filialeve të kompanisë por edhe nuk do të kenë çasje
në internet departamentet të cilat varen nga ky router që është lidhur me kryesorin.
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Figura 3. Topologjia YLL
Tek topologjia “ MESH”, nëse lidhjet në mes router-ëve funsionojnë mirë, gjatë
transferimit të të dhënave do të bëhet balansimi i dërgimit të paketave që do të mundësojë
një transferim sa më të shpejtë të këtyre paketave
Gjithashtu përparësi tjetër ndaj topologjisë “ YLL ”, është se nëse bie lidhja e router-it
kryesorë me router-in anësorë, do të gjejë rrugë alternative për komunikim me filialet
tjera apo edhe deri te çasja në internet.

Figura 4. Topologjia MESH
Për shkak të ngritjes se qëndrueshmërisë së komunikimit, në kuader të ketij projekti është
menduar të krijojmë një topologji të tillë vetëm në pjesën e core-it për arsye të kostos së
lartë.

2.4 Mediumet transmetuese në rrjetet kompjuterike
Padyshim, se perzgjedhja e mediumeve transmetuese është një nga faktoret me rendesi
në qëndrushmërinë dhe saktësinë e komunikimit në mes të dy pikave, andaj kemi menduar
të trajtojmë në përgjithësi mediumet optike, dhe të sqarojmë në veçanti disa prej tyre.
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Rëndësia e mediumit qëndron se kufijtë përgjegjës për transmetimin fizik të të dhënave
nëpër rrjet. Në varësisht se çfarë paisje dhe çfarë kapaciteti, dëshirojmë dallojmë edhe
mediumet transmetuese. Gjithashtu për të përzgjedhur mediumin duhet pasur parasysh
edhe koston, mënyrën e instalimit, gjatësia maksimale e transmetimit etj.
Mediumet më të përdorura janë[1] :
•

UTP – të cilat përbëhen prej bakrit, përdoren kryesisht në Ethernet rrjetet. Nje
çiftore përdridhet me njëra-tjetrën që të mbrohet nga interferimet, sa më të
shpeshta përdredhjet sinjali më i mirë në kabllo, këto janë të mbështjellura me
plastikë.

•

STP – të ngjashme me UTP, por tek ky lloj tërësia e telave që përbëjnë këtë kabllo
është mbështjellur me folie metalike që e bënë më rëzistent dhe me kosto më të
lart se UTP.

Figura 5. Çiftorja e përdredhur [1]
•

Kabllo koaksiale – është e përbërë prej bakri me një izolim mjaftë të mirë.
Përbehet prej katër shtresave, duke filluar nga teli i hollë i bakrit, i cili është i
mbështjellur me izolues plastik, mbi izolator është i vendosur rrjeta e bakrit pastaj
mbi të është mbështjellësi i jashtëm.

Figura 6. Kabllo koaksiale[1]
•

Fibri optik – medium me kapacitetin më të madh transmetues dhe gjithëashtu me
interferencë magnetike zero. Fija optike përbëhet nga qelqi apo plastika që
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shërben për të transmetuar driten. Në kohët e fundit është duke u përdorur shumë
për shkak të kapacitetit të madh transmetues dhe kostos së vogël të implementimit.
Keto fije optike ndahen në: Single mode dhe Multi mode.

Figura 7. Fibri optik [1]

2.5 Impakti i rrjeteve kompjuterike ne SME
Në ditët e sotme kompanitë, organizatat e institucionet e ndryshme janë duke përdour
teknologjinë informative, jo vetëm se zvogëlon kostot e komunikimit por mundëson
shërbime më të mira për punonjësit si dhe menaxhon më mirë resurset e kompanisë
përkatëse. Integrimi i kësaj teknologjie në mjedis biznesi kërkon një konkurencë të hapur,
besim, siguri, bashkëveprim dhe standardizim [5].
Benefitet e krijimit te rrjetave kompjuterike per SME mund te jenë:
− Centralizimi i ruajtjes së file-ve
− Bashkëshfrytëzimi i resurseve harduerike(siç janë printerët, skenerët)
− Shfrytëzimi i portaleve të brendshme për qëllime informative
− Menaxhimi më i mirë i hostëve që përbëjne at rrjetë
Me rritjen e konkurencës dhe avansimit shumë të madhë të teknologjisë, integrimi i
Teknologjisë Inormative në SME është thuajse i pashmangshëm, ngase mundëson këtyre
kompanive të zhvillojnë një konkurencë me kompani tjera te mesme apo të mëdha, kjo
arrihet duke e zhvilluar një komunikim më efikas në mes punjonjësve të kompanisë,
centralizon menaxhimin e rrjetës, racionalizon shfrytëzimin e paisjeve duke bërë që
shumë host të shfrytëzojnë paisje të njejta [5].
Organizatat e mëdha përpos resurseve të mëdha financiare që kanë në dispozicion, ato
gjithëashtu kanë edhe resurse të mëdha njerëzore që në një farë mënyre bëjnë punën më
të lehtë të implementimit të rrjetës në një kompani të tillë. Në disa vende të Botës ende
ka të tilla shtete të cilat kanë staf me mungesë trajnimi adekuat profesional ne
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imlementimin në rradhë të parë pastaj edhe menaxhimin e kësaj rrjete. Barriera të tilla
mund të kategorizohen në të brendshme dhe ato të jashtme. Barrierat e brendshme
përfshijnë: aftësitë menaxheriale të pronarit, veçoritë e kompanisë, investimi dhe kthimi
i fitimeve ndërsa tek barrierat e jashtme bëjnë pjesë të tilla si: infrastruktura, rregullatori
social, politik e legal [5].
Maria Magnusson [3] ka trajtuar problemin e komunikimit në kompaninë Switch Nordic
Green AB, e cila kompani ka rreth dyzet punëtorë, e që është trajtuar LAN (Local Area
Network) dhe WLAN për zyrat e reja të kompanisë. Ketu përfshihen edhe zhvillimi i një
platforme të rrjetit për zhvendosje eventuale të kompanisë në filiale në Finlandë. Për
dallim prej topologjisë në projektin tonë, në topologjinë e ketij punimi i gjithë trafiku
rrugëton përmes një routeri duke bërë kështu këtë rrjetë jo redundante. Sa i përkete rrjetit
wireless lokal do të përdoret e siguria e ngjajshme me atë që është prezantuar në kete
punim, siguri kjo e cila është aplikuar përmes autentifikimit WPA, për shkak të nivelit te
sigurisë që ofron ky tip i mbrojtjes ndaj sulmeve të ndryshme [3].
Ndersa, Josef Malek [6], dizajnimin e rrjetit kompjuterik në Hotel Savannah për dallim
prej rrjetës në kompaninë “X” tek rasti jonë, është përqëndruar më shumë në sigurinë e
rrjetës, gjithashtu një diferencë tjetër esenciale është përdorimi i DMZ serverit (që është
përdorur Web Serveri), me qëllim të mbrojtjes së rrjetës së brendshme, e që edhe po të
sulmohej ky server, të dhënat që do të merreshin do të ishin të dhëna jo konfidenciale. Në
të njejtën kohë kjo do të shërbente edhe si preventivë që do të identifikonte sulmin, duke
bërë që të merreshin masat që të mbrohej rrjeti i brendshëm, i cili përmbanë të dhëna
konfidenciale të komapanisë “X ”.
Gjithashtu një nivel të sigurisë, paraqet edhe ndarja e departamenteve permes VLAN-eve,
që persona të paautorizuar të mos mund të çasen ne resurse të departamenteve tjera.
Fredrik Folke[7], hulumton kërcënimet e mundshme të rrjeteve shtëpiake apo të
kompanive të vogla dhe te mesme e njëkohësisht jep dhe instruksionet e nevojshme që
duhen ndërrmarë gjatë implementimit të masave të sigurisë kur kalojmë në IPv6 , ngase
përpos kërcënimeve që kanë ekzistuar në IPv4, janë shtuar edhe të tjera në IPv6. Nevoja
për IP unike në rrjetin global kompjuterik si dhe rritja pasive e hostëve që kanë nevojë
për IP, është dashur që të gjendet një zgjidhje dhe të krijohen adresat e IPv6 të cilat do të
mjaftonin adresimin e të gjithë paisjeve që kanë nevojë për IP.
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3 DEKLARIMI I PROBLEMIT
Kompania e cila është përzgjedhur si rast i studimit aktualisht ka lidhje të rrjetës
kompjuterike në degët e saj përbërëse nga ISP të ndryshëm, dhe i gjithë komunikimi në
mes personelit realizohet përmes email- eve. Komunikimi nëpërmjet email-eve është jo
edhe aq efikas, duke marr parasysh komunikimin jo te qendrueshem, e sidomos kur kemi
te bejme me kerkimin e te dhenave apo dokumenteve neper email. Koha e qasjes,
perkatesisht alokimi i tyre është më e gjatë krahasuar me kompanite te cilat kane te
centralizuara sherbimet ne kuader te rrjetes se tyre.
Si kontribut i kësaj teme, është menduar të analizohet gjendja momentale e shtrirjes së
kompanisë, dhe mundësia e krijimit të një rrjete ndërkomunikuese e cila do të ndikojë në
ngritjen e efikasitetit të komunikimit, përkatësisht centralizimit e menaxhimit të punëve
të përbashkëta në kompani, brenda departamenteve, perkatesisht ne mes te filialave qe
ndodhen ne lokacione te ndryshme.

Objektivat
1. Analizimi i rrjeteve kompjuterike në SME
2. Dizajnimi i rrjetës kompjuterike për Rastin e Studimit
3. Krahasimi i rezultateve për dizajne të ndryshme
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4

RASTI I STUDIMIT
4.1 Gjendja aktuale

Kompania “X” (e cila ka kërkuar të mbetet anonime) ka filluar punën rreth dhjete viteve
me pare me nje ekip prej dhjete puntoresh. Me kalimin e kohës dhe rritjen që përjetoi kjo
kompani, rritej edhe nevoja për filiale tjera në qytetin e Gjilanit, duke shtuar kështu çdo
dy vite nga një filiale e duke arritur tani në pesë filiale gjithsej me nga katërmbëdhjetë
punëtorë. Në dy prej filialeve gjenden nga dy departamente të kësaj kompanie. Tre filialet
e tjera kanë vetëm nga një departament. Filiala më e rëndësishme është ajo e Qendrës nga
e cila delegohen punë që duhet kryer nga personat apo departamentet kompetente për
punë të caktuara.
Duke parë zhvillimin e hovshëm që ka pasur kompania në fjalë, implementimi i një rrjetë
kompjuterike do të ndihmonte që qëllimet e kompanisë të arriheshin edhe më shpejt. E
qellimet e kompanise jane te vendoset nje komunikim me efikas, me i shpejt, më të
sigurtë, menaxhimin më të mirë të përdoruesve(punonjësve) të kësaj rrjete, perkatesisht
te sherbimeve ne kuader te filialave te ndryshme,

gjithashtu do të mundësonte

bashkshfrytëzimin e shumë paisjeve nga disa përdorues të rrjetës.
4.2

Ndërtimi i një rrjete per kompani te vogla e të mesme

Kur ndërtojmë një rrjetë kompjuterike për kompani të vogla dhe te mesme, duhet të kemi
parasyshë këto paisje kryesore siç janë router-i dhe switch- i, pergjejgesit e te cilave jane
shpjeguar ne detaje tek Shfletimi i literatures. Edhe pse duken të ngjashëm, të dy këto
paisje kanë funksione të ndryshme në një rrjetë kompjuterike.
Detyrë e switch-ëve është të lidhin disa paisje (kompjuterët, printerët, serverët,scanner
etj) në të njejtin rrjetë brenda një ndërtese apo lokacioni të caktuar. Një paisje e tillë
mundëson që paisjet e kyqura të ndajne resurset e perbashketa, te shkëmbejnë dhe të
komunikojnë me njëra- tjetrën [4].
Router-ët lidhin shume rrjete së bashku, duke mundesuar shperndarjen e komunikimit ne
mes tyre. Kur ndërtojmë një rrjet për kompani të vogla apo të mesme, do të duhet një apo
më shumë router- ë. Një router vepron si një shperndarës i paketave te komunikimt, duke
zgjedhur rrugën më të mirë për të dhënat tuaja për të rrugëtuar, por qe natyrisht kjo
zgjedhje eshte e imponuar varesisht protokolit te rutimit, e cila e imponon perzgjedhjen e
komunikimit varesisht parametrave te para percaktuara nga algoritmet perberese. Kjo
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paisje e mundëson që kompania juaj të komunikoj ne WAN, ku varesisht nevojave tona
secila prej ketyre paisjeve mund te konfigurohet per te ofruar nje nivel të sigurisë, duke
mundesuar mbrojtje ndaj kërcnimeve të ndryshme që kanosin të dhënat e juaja. Gjithashtu
mund të caktoj prioritete ndaj hosteve perberes, duke ofuar përparësi ndaj njerit-tjetrit në
situata të caktuara, por qe keto nuk do te jene fokus i diskutimit brenda kesaj teme [4].

4.3 Infrastruktura e rrjetës kompjuterike në kompaninë “X”
Infrastruktura e rrjetes kompjuterike te kompanisë “X”, do të përbëhet prej tre routerëve,
të cilët do kenë për detyrë rutimin e shumicës së trafikut që do të ketë kjo rrjetë
kompjuterike, këta router do të lidhen me dy router të tjerë përmes fibrit optik. Kjo rrjetë
do të ketë tre serverë të brendshëm të cilët do të jenë FTP,Mail dhe Web dhe një DMZ
server që do të përdoret një Web server, tre të parët lidhen përmes fibrit optik në filialen
e Qendrës, ndërsa DMZ me routerin që lidhet me ISP-të. Gjithashtu do të përdoren edhe
gjashtë switch-ë të cilët do të kenë për detyrë të lidhin hostet me routerët më të afërt. Në
secilin prej departamenteve të kompanisë do të ketë Access Point, që do të shërbejë për ti
mundësuar çasje pa tela ne rrjetë, të shfrytëzuesve të kësaj rrjete. Secilin departament do
të ketë tetë deri në dhjetë PC dhe nga një printer që do të bashkëshfrytëzohet nga të gjithë
anëtarë e departamentit përkatës. Këto pasije fundore me switch-ët do të lidhen përmes
UTP kabllove.
Më poshtë është paraqitur tabela e pasijve:

Paisja
Sasia
6
Switch
5
Router
3+1
Server
Access Point
7
4000 m
UTP
15000m
Fiber
Tabela 1 Paisjet e përdorura në implementimin e rrjetës kompjuterike

4.4 Dizajnimi dhe Implemetini i rrjetës
Për implementimin sa më të sukseshëm të rrjetës kompjuterike në kompani, është përdor
një topologji e cila siguronë redundancë dhe e cila ka kosto të përballushme për
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kompaninë, në core është përdorur topologjia “mesh” në mes tre routerëve që përbëjnë
këtë shtresë, pastaj në shtresën e distribuimit kemi dy routerë të cilët lidhen me fiber optik
me shtresën e core-it duke bërë kështu që të dhënat që shkëmbehen të jenë të sigurta nga
interferimet dhe do të realizohet një transfer shumë i shpejt i të dhënave si dhe kapaciteti
më shumë më i madh komunikues, router-ët e kësaj shtrese do të kenë përformanca më të
dobëta në aspektet procesuese në krahasim me router-ët e core-it, gjithashtu në këtë pjesë
do të bëjnë pjesë edhe switch-ët të cilët do të mundësojnë që të lidhen të gjitha paisjet
fundore që nevojiten për filialet e kompanisë. Shtresën e fundit e përbëjnë hostet të cilët
shfrytëzojnë resurset e kësaj rrjete.
4.4.1 Topologjia Fizike
Më poshtë është paraqitur topologjia fizike e Rrjetës Kompjuterike të kompanisë ”X”.

Figura 2. Topologjia Fizike e rrjetës kompjuterike të kompanisë "X"
Në figurën më lartë është paraqitur toplogjia fizike e rrjetes kompjuterike të kompanisë
“X”, e cila paraqet praninë fizike të paisjeve përbërse të kësaj rrjete,gjithashtu janë
paraqitur lidhjet e këtyre paisjeve, vija e kuqe paraqet fibrin optik për derisa vija e kaltër
paraqet UTP kabllot,janë paraqitur edhe lokacionet e filialeve.
Në implementimin e rrjetës kompjuterike në kompaninë “X”, është përdorur topologjia
“mixed”, për shkak se në core është përdour topologjia “mesh”, topologji kjo e cila
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siguron redundancë për dallim prej toplogjive tjera, ndërsa në pjesët periferike të shtrirjes
së kësaj rrjete kompjuterike është përdorur topologjia “star”.
Çasja në internet e kësaj rrjete kompjuterike është realizuar, duke u lidhur me dy ISP,
duke zvogëluar kështu mundësinë e humbjes së çasjes në internet të shfrytëzuesve të kësaj
rrjete.
4.4.2 Topologjia Logjike
Më poshtë është paraqitur topologjia logjike e Rrjetës Kompjuterike të kompanisë ”X”.

Figura 9. Topologjia Logjike e rrjetës kompjuterike të kompanisë "X"

Në figurën më lartë është paraqitur toplogjia logjike e rrjetes kompjuterike të kompanisë
“X”, e cila topologji paraqet paisjet me adresat e mundshme që mund të marrin pajisjet e
caktuara, gjithashtu janë cekur edhe IP adresat statike të cilat adersa janë të rezervuara
për printerët të cilët bashkëshfrytëzohen nga përdoruesit e kësaj rrjete dhe këto IP statike
planifikohet të përdoren për paisjet e tjera që do të bashkëshfrytëzohen në të ardhmen.
Kjo rrjetë kompjuterike ka shtrirje në pesë filiale, dy prej të cilave kanë nga dy
departamente në kuadër të filiales, në Qendër dhe në Lagjen e Spitalit operojnë nga dy
departamente të cilat departamente janë të ndarë me anë të VLAN, ndërsa në filialet tjera
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operon vetëm nga një department për filiale. Në vazhdim është paraqitur tabela e cila
paraqet adresat statike të rezervuara për çdo departament si dhe rangun e adresave
dinamike, adresën e rrjetës si dhe subnetmaskën për atë departament. Përdorimi i një
adresimi të tillë mundëson që paisjet që do të përdoren nuk do të kenë problem adresimi.

Përshkrimi
1
2
3
4
5
6
7

Qendra –
Departamenti 1
Qendra –
Departamenti 2
Lagja e Spitalit –
Departamenti 3
Lagja e Spitalit –
Departamenti 4
Lagja 7 Korriku –
Departamenti 5
Lagja Dardania –
Departamenti 6
Lagja Dheu
Bardhë –
Departamenti 7

Adresa e
rrjetës

Subnetmaska

172.16.0.0

255.255.255.192

172.16.0.64

255.255.255.192

172.16.1.0

255.255.255.192

172.16.1.64

255.255.255.192

172.16.2.0

255.255.255.192

172.16.3.0

255.255.255.192

172.16.4.0

255.255.255.192

Rangu i IP-ve Rangu i IP-ve
statike
dinamike
172.16.0.1/26
172.16.0.10/26
172.16.0.65/26
172.16.0.75/26
172.16.1.1/26
172.16.1.10/26
172.16.1.65/26
172.16.1.75/26
172.16.2.1/26
172.16.2.10/26
172.16.3.1/26
172.16.3.10/26

- 172.16.0.11/26 172.16.0.62/26
- 172.16.0.76/26 172.16.0.126/26
- 172.16.1.11/26 172.16.1.62/26
- 172.16.1.76/26 172.16.1.126/26
- 172.16.2.11/26 172.16.2.62/26
- 172.16.3.11/26 172.16.3.62/26

172.16.4.1/26 - 172.16.4.11/26 172.16.4.10/26
172.16.4.62/26

Tabela 2 – Adresimet e Deparatamenve të kompanisë “X”
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5 METODOLGJIA
Në vartësi të natyrës së projektit dhe specifikimeve të kërkuara nga tema e kësaj
problematike ne përdorim metodologjitë:
➢ Analizuese – Duke analizuar informata rreth rrjeteve kompjuterike nga burime
informacioni të ndryshme me qëllim të gjetjes së zgjidhjes sa më të mire për
rrjetën kompjuterike të kompanisë.
➢ Përshkruese – Kryesisht është përdorur për të përshkruar paisjet e përdorura dhe
konfigurimeve të imlementuara, duke spjeguar rolin dhe arsyen pse janë përdorur
paisjet specifike
➢ Simulative – Dizajnimi dhe Implementimi i një sistemi të ngjashëm është shumë
i rëndësishëm në këtë faze studimi ngase mundëson që të testohet virtualisht nëse
një zgjidhje e tillë mund të funksionoj në realitet. Për të realizuar këtë simulim
është përdour simulatori kompjuterik.
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6

REZULTATET

Në tablën në vijim janë paraqitur problemet të cilat janë zgjidhur me implementimin e
rrjetës kompjuterike në kompaninë “X”, pra duke bërë kështu krahasimin e problemit,
para dhe pas implementimit të kësaj rrjete:

Para imlementimit të rrjetës
kompjuterike

Para imlementimit të rrjetës
kompjuterike

Nëse bie lidhja e internetit nuk Nëse bie lidhja e parë me ISPka mundësi që informata të 1, pra ka mundësi që informata
ngarkohet apo të tranferohet në e caktuar të ngarkohet në email
Qëndrueshmëria
e informatës
(rasti I)

internet, për shkak se është apo të ketë çasje në internet kjo
përdorur lidhja e internetit informatë,
vetëm nga një ISP.

ngase

lidhja

e

internetit e siguruar në rrjetën e
kompanisë “X” është nga dy
ISP dhe mundësia që të dy ISP
të kenë probleme është e vogël.

Qëndrueshmëria
e informatës
(rasti II)

Nëse punonjësit e kompanisë Nëse punonjësit e kompanisë
“X” dëshirojnë të komunikojnë “X”, dëshirojnë të
apo të shkëmbejnë e-maile në komunikojnë në mes vete, të
mes vete duhet të përdoret shkëmbejnë e-maile, file ose të
lidhja e internet, nëse kjo lidhje dhëna tjera edhe nëse bie lidhja
e internetit bie të paktën në me dy ISP(që është rast i
njërën

nga

punonjësit, rrallë), ata mund ta bëjnë këtë

komunikimi nuk ka mundur të përmes rrjetit të brendshëm të
kryhet për shkak se i gjithë kompanisë që është
komunikimi realizohet përmes imlementuar pa pasur nevojë
internetit

daljen në internet, gjithashtu
rrugëtimi i informatës është
mjaftë efikase për shkak të
redundancës që ofron në
bërthamë kjo topologji dhe se
humbja e informatës në rrjetën
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e brendshme është shume rast i
rrallë.
Shpejtësia e
komunikimit

Shpejtësia nvaret nga shpejtësia Shpejtësia është rritur dukshëm
e linkut të caktuar nga ISP dhe për shkak që punonjësit
komunikimi i punonjësve në gjenden Brenda një rrjete
dërgim të të dhënave dhe kompjuterike dhe gjatë
shëmbime

të

tjera

të komunikimit në mes vete,

informative nvaret nga kjo informata nuk ka pse të rutojë
lidhje interneti të dy punonjësve në internet për të arritur në
me ISP përkatëse.

destinacion por shkon direkt te
punonjësi tek i cili është
adresuar kjo informatë,
gjithashtu një atribut tjetër që
bënë komunikimin më të
shpejtë është përdorimi i fibrit
optik në rrjetin kompjuterik të
kompanisë ”X” në bërthame
dhe në shpërndarje të rrjetës që
rritë shumë shpejtësinë e
komunikimit.

Tabela 3. Rezultatet e implementimit të rrjetës kompjuterike në kompaninë “X”

6.1 Rezulati A – Qëndrueshmëria e informatës (Rasti I dhe Rasti II)
Komunikimi në mes të shfrytëzuesve dhe ISP (çasjes në internet), kur përdoret vetëm një
lidhje do të egzistojë mundësia që në rast të humbjes së lidhjes me këtë ISP do të humbet
edhe çasja e shfrytëzuesve të rrjetës në internet, për këtë arsye në rrjetën kompjuterike të
kompanisë “X”, do të merret shërbimi nga dy ISP, duke zvogëluar kështu mundësinë e
humbjes së çasjes në internet të këtyre shfrytëzuesve të kësaj rrjete, më poshtë është
ilustruar në topologjinë tonë, rasti i parë kur kemi vetëm një ISP dhe rasti i dytë kur kemi
dy ISP që lidhet rrjeta jonë.
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Në figurën më poshtë është paraqitur njëri rast kur kemi të çasje në internet vetëm nga
një ISP dhe dështon ajo lidhje, dhe rastin tjetër kur kemi redundancë të ISP-ve, ku me
dështimin e lidhjes me një ISP, shfrytëzuesit e rrjetës kanë çasje në internet nga ISP tjetër.

Figura 10 - Paraqitja(në anën e majtë) kur bie lidhja nga vetem një ISP, dhe(në
anën e djathtë), kur kemi redundancë të ISP-ve për çasje në internet.
Komunikimi në mes të shfrytëzuesve të rrjetit të kompanisë, kur përdoret topologjia
”star” në core, në rast të humbjes së lidhjes me routerin kryesorë si pasojë do të humbte
edhe komunikimi në mes të shfrytëzuesve të asaj rrjete, duke bërë kështu edhe të
pamundur çasjen në internet të shfrytëzuesve të asaj pjese ku është humbur lidhja me
routerin kryesorë, ndërsa gjatë përdorimit të topologjisë “mesh” në core, e cila na ofron
redundancë dhe edhe sikur njëra lidhje të bie me routerin kryesorë, pakot do gjejnë rrugë
alternative deri në destinacion apo edhe deri tek çasja në internet. Më poshtë është
paraqitur komunikimi në rastin e përdorimit të toplogjisë “star” dhe në në rastin tjetër të
përdorimit të asaj “mesh”, ku mund të vrehet se në rastin e parë me dështimin e lidhjes
me routerin kryesorë, do të ndërpritet edhe komunkimi i shfrytëzuesve, ndërsa tek
topologjia “mesh”, komunikimi do të realizohet në rrugë alternative.
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Figura 11 - Topologjia “Star” kundrejt “Mesh” në komunikim brenda rrjetës.

6.2 Rezultati B – Shpejtësia e komunikimit (Rasti I dhe Rasti II)
Duke marrë parasyshë që kapacitetet e fibrit optik në krahasim me kabllon koaksiale është
shumë fish më e lartë me kapacitete deri ne disa Gb/s, ndërsa ajo koaksiale ne disa Mb/s,
do të vërehet se kapaciteti i dërgimit të të dhënave tek fibri optik është shumë më i madh
se tek ajo koaksiale, përpos shpejtësisë së dërgimit, në rastin e transferit të një file me
madhësi prej 100MB do të transferohet për rreth 0.1s ne fibër optik, ndërsa në atë koaksial
për rreth 10 s. Këto karakteristika bëjnë dukshëm më të shpejt transferimin dhe
komunikimin e shfrytëzuesve në mes vete por edhe në çasjen e këtyre shfrytëzuesve në
internet.
Në topologjinë e implementuar në kompaninë “X”, janë përdorur fibrat optike në lidhjet
mes router-ëve të rrjetës së brendshme por edhe me dy ISP-të për shkak të arsyeve të
përmendura më lartë, dukë bërë kështu komunikimin dhe transferimin si brenda rrjetës
ashtu edhe jashtë saj më të shpejtë dhe njëkohësisht më të sigurtë nga interferimet
elektromagnetike.

23

7 DISKUTIME DHE PËRFUNDIME
Rrjetet kompjuterike në ditët e sotme për biznese të vogla dhe të mesme janë të
domosdoshme, për komunikim sa më efikas të qëndrueshëm dhe më të shpejtë. Kompania
“X”, ka vendosur që të implemetoj një rrjetë kompjuterike e cila do mundësonte çasje në
internet në dy ISP dhe do të zvogëlonte kështu mundësinë e humbjes së shërbimeve.
Redundanca në këtë rrjetë ofrohet në dy nivele, njëra në sigurimin e shërbimeve në
internet nga dy ISP dhe përdorimi i topologjisë MESH në bërthamë duke u siguruar
kështu se rrjeta do të ketë zgjidhje alternative në rast të dështimit të njërës lidhje në
bërthamë. Përdorimi i fibrit optik brenda në mes të router-ëve dhe switch-ëve do të
mundësojë një komunikim më të shpejtë si në mes hostëve brenda rrjetës së kompanisë
ashtu edhe çasjes në internet. Disa nivele të sigurisë janë aplikuar edhe në këtë rrjetë,
përdorimi i DMZ serverit (web server) si nivel i parë i sigurisë para se personat që
sulmojnë rrjetën të mbërrijnë deri të informacionet konfidenciale, tre serverë të tjerë në
rrjetë do të kenë për detyrë të kryejnë shërbime të web, transferimit të file-eve si dhe email shërbimet brenda rrjetës duke bërë kështu më të lehtë transferimin e file-eve dhe
komunikimin sa më efikas brenda rrjetes, njëkohësisht duke i bërë shumë më të
menaxhueshme të dhënat që qarkullojnë nëpër këto serverë. Departamente të caktuara do
të bashkëshfrytëzojnë një printer dhe gjithashtu këto departamente nuk do të jenë në
gjendje të kenë akses në të dhënat e departamenve tjera, falë implementimit të VLAN si
nivel lokal i sigurisë i implementuar ne switch-ët përkatës.
Qëndrueshmëria e informatës në rrjetë është rritur shumë në krahasim me të kaluarën për
shkak se informatat tani kanë mënyra alternative për të arritur në destinacion, qoftë ai
destinacion brenda rrjetës apo jashtë saj. Gjithashtu është lehtësuar edhe çasja në internet,
duke vendosur AP në çdo filiale.
Sygjerimet për të cilat kanë hapësirë të punohet dhe nuk është shtjelluar gjërësisht, janë
ato të sigurisë, duke parë që ky është një punim i dedikuar për çasje më të shpejtë në
internet dhe komunikim më efikas të hostëve në rrjetë.
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APPENDIXES
Çasja e hostit të te filiales Lagja Dheu Bardhë , në të dy ISP-të, të cilat sigurojnë çasje në
internet të shfrytëzuesve të kompanisë “X”, kjo është realizuar përmes komandës
“tracert”, e cila ka paraqitur rrugën në të cilën udhëtojnë pakot deri tek çasja në router-in
e ISP.

Figura 12. Çasja e njërit nga hostët në dy ISP-të
Komunikimi i dy nga hostëve të dy filialeve të ndryshme, në mes vete, duke bërë kështu
të mundur komunikimin e këtyre dy hostëve pa pasur nevojë që pakot të dalin në rrjetën
e jashtme të ISP-ve. Kjo është realizuar duke përdorur komandë “tracert”.
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Figura 13. Komunikimi në mes të dy hosteve në të njejtën rrjetë
Në figurën më poshtë tregohet shpejtësia e komunikimit të njërit nga hostet e rrjetit të
kompanisë “X”, me dy ISP-të, kjo është realizuar duke përdorur komandën “ping”.

Figura 14. Shpejtësia e komunikimit në mes një nga hostët dhe dy ISP-ve
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Në figurën më poshtë tregohet shpejtësia e komunikimit të njërit nga hostet e rrjetit të
kompanisë “X”, me një host tjetër brenda rrjetës kjo është realizuar duke përdorur
komandën “ping”.

Figura 15. Shpejtësia e komunikimit në mes hostëve në mes vete
Në figurën më poshtë, Rasti A paraqet dy Departamentet e ndryshme të së njejtës filiale
kur komunikojnë në mes vete përmes routerit, hostet që komunikojnë në mes vete janë të
dy subneteve të ndryshme pasi që janë në dy VLAN të ndryshme, në Rastin B komunikimi
i switch-it me router-in janë ndërprerë dhe si rezultat hostët e kanë të pamundur të arrijnë
njëri tjetrin edhe pse janë në të njejtin switch, por me që është aplikuar VLAN kjo ka
pamundësuar që këta dy hoste të departamenteve të ndryshme por filiales së njejtë të kenë
të pamundur komunikimin.
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Figura 16. Implementimi i VLAN si nivel lokal i sigurisë

Konfigurimet e routerit R1
R1#show running-config
Building configuration...
Current configuration : 2309 bytes
!
version 12.2
no service timestamps log datetime msec
no service timestamps debug datetime msec
no service password-encryption
!
hostname R1
!
no ip cef
no ipv6 cef
!
interface FastEthernet0/0
no ip address
duplex auto
speed auto

29

shutdown
!
interface FastEthernet1/0
no ip address
duplex auto
speed auto
shutdown
!
interface GigabitEthernet2/0
ip address 172.16.8.1 255.255.255.252
ip nat inside
!
interface GigabitEthernet3/0
ip address 200.20.1.1 255.255.255.252
ip nat outside
!
interface GigabitEthernet4/0
ip address 200.10.10.1 255.255.255.252
ip nat inside
!
interface GigabitEthernet5/0
ip address 172.16.8.21 255.255.255.252
ip nat inside
!
interface GigabitEthernet6/0
ip address 200.10.1.1 255.255.255.252
ip nat outside
!
interface GigabitEthernet7/0
ip address 172.16.8.29 255.255.255.252
ip nat inside
!
interface GigabitEthernet8/0
no ip address
!
interface GigabitEthernet9/0
no ip address
!
router ospf 1
log-adjacency-changes
redistribute static subnets
redistribute connected subnets
network 172.16.8.0 0.0.0.3 area 0
network 172.16.8.4 0.0.0.3 area 0
network 172.16.8.20 0.0.0.3 area 0
network 172.16.8.24 0.0.0.3 area 0
network 172.16.8.28 0.0.0.3 area 0
network 172.16.8.56 0.0.0.3 area 0
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network 200.10.1.0 0.0.0.3 area 0
network 200.15.1.0 0.0.0.3 area 0
network 200.10.10.0 0.0.0.3 area 0
!
ip nat pool ISP_IPKO_NAT 200.30.30.1 200.30.30.6 netmask 255.255.255.248
ip nat pool ISP_PTK_NAT 200.20.20.1 200.20.20.6 netmask 255.255.255.248
ip nat inside source list 1 pool ISP_PTK_NAT overload
ip nat inside source list 2 pool ISP_IPKO_NAT overload
ip classless
ip route 0.0.0.0 0.0.0.0 GigabitEthernet6/0
ip route 0.0.0.0 0.0.0.0 GigabitEthernet3/0 2
!
ip flow-export version 9
!
!
access-list 1 permit host 172.16.8.0
access-list 1 permit host 172.16.8.20
access-list 1 permit host 172.16.8.24
access-list 1 permit host 172.16.8.28
access-list 1 permit host 172.16.8.56
access-list 1 permit host 172.16.8.4
access-list 2 permit host 172.16.8.0
access-list 2 permit host 172.16.8.4
access-list 2 permit host 172.16.8.20
access-list 2 permit host 172.16.8.24
access-list 2 permit host 172.16.8.28
access-list 2 permit host 172.16.8.56
!
!
line con 0
!
line aux 0
!
line vty 0 4
login
!
end
Konfigurimet e routerit R2
R2#show running-config
Building configuration...
Current configuration : 1291 bytes
!
version 12.2
no service timestamps log datetime msec
no service timestamps debug datetime msec
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no service password-encryption
!
hostname R2
!
no ip cef
no ipv6 cef
!
!
interface FastEthernet0/0
no ip address
duplex auto
speed auto
shutdown
!
interface FastEthernet1/0
no ip address
duplex auto
speed auto
shutdown
!
interface Serial2/0
no ip address
clock rate 2000000
shutdown
!
interface Serial3/0
no ip address
clock rate 2000000
shutdown
!
interface GigabitEthernet4/0
ip address 172.16.8.2 255.255.255.252
!
interface GigabitEthernet5/0
ip address 172.16.0.1 255.255.255.248
!
interface GigabitEthernet6/0
ip address 172.16.8.17 255.255.255.252
!
interface GigabitEthernet7/0
ip address 172.16.8.13 255.255.255.252
!
interface GigabitEthernet8/0
ip address 172.16.8.57 255.255.255.252
!
interface GigabitEthernet9/0
no ip address
shutdown
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!
router ospf 1
log-adjacency-changes
network 172.16.8.0 0.0.0.3 area 0
network 172.16.8.8 0.0.0.3 area 0
network 172.16.8.12 0.0.0.3 area 0
network 172.16.8.16 0.0.0.3 area 0
network 172.16.8.56 0.0.0.3 area 0
network 172.16.0.0 0.0.0.7 area 0
!
ip classless
!
ip flow-export version 9
!
no cdp run
!
line con 0
!
line aux 0
!
line vty 0 4
login
!
end
Konfigurimet e routerit R3
R3#show running-config
Building configuration...
Current configuration : 1295 bytes
!
version 12.2
no service timestamps log datetime msec
no service timestamps debug datetime msec
no service password-encryption
!
hostname R3
!
no ip cef
no ipv6 cef
!
interface FastEthernet0/0
no ip address
duplex auto
speed auto
shutdown
!
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interface FastEthernet1/0
no ip address
duplex auto
speed auto
shutdown
!
interface Serial2/0
no ip address
clock rate 2000000
shutdown
!
interface Serial3/0
no ip address
clock rate 2000000
shutdown
!
interface GigabitEthernet4/0
ip address 172.16.8.58 255.255.255.252
!
interface GigabitEthernet5/0
ip address 172.16.8.22 255.255.255.252
!
interface GigabitEthernet6/0
ip address 172.16.8.33 255.255.255.252
!
interface GigabitEthernet7/0
ip address 172.16.8.37 255.255.255.252
!
interface GigabitEthernet8/0
ip address 172.16.8.29 255.255.255.252
!
interface GigabitEthernet9/0
no ip address
shutdown
!
router ospf 1
log-adjacency-changes
network 172.16.8.8 0.0.0.3 area 0
network 172.16.8.20 0.0.0.3 area 0
network 172.16.8.32 0.0.0.3 area 0
network 172.16.8.36 0.0.0.3 area 0
network 172.16.8.56 0.0.0.3 area 0
network 172.16.8.28 0.0.0.3 area 0
!
ip classless
!
ip flow-export version 9
!
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no cdp run
!
line con 0
!
line aux 0
!
line vty 0 4
login
!
end
Konfigurimet e routerit R4
R4#show running-config
Building configuration...
Current configuration : 2334 bytes
!
version 12.2
no service timestamps log datetime msec
no service timestamps debug datetime msec
no service password-encryption
!
hostname R4
!
ip dhcp excluded-address 172.16.0.1 172.16.0.10
ip dhcp excluded-address 172.16.1.1 172.16.1.10
ip dhcp excluded-address 172.16.0.65 172.16.0.75
ip dhcp excluded-address 172.16.1.65 172.16.1.75
ip dhcp excluded-address 172.16.2.1 172.16.2.10
!
ip dhcp pool 7Korriku
network 172.16.2.0 255.255.255.192
default-router 172.16.2.1
ip dhcp pool LAN10Departamenti3
network 172.16.1.0 255.255.255.192
default-router 172.16.1.1
ip dhcp pool LAN20Departamenti4
network 172.16.1.64 255.255.255.192
default-router 172.16.1.65
ip dhcp pool LAN10QENDRAdep1
network 172.16.1.0 255.255.255.192
default-router 172.16.1.1
ip dhcp pool LAN20QENDRAdep2
network 172.16.1.64 255.255.255.192
default-router 172.16.1.65
!
no ip cef
no ipv6 cef
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!
interface FastEthernet0/0
no ip address
duplex auto
speed auto
shutdown
!
interface FastEthernet1/0
no ip address
duplex auto
speed auto
shutdown
!
interface GigabitEthernet2/0
ip address 172.16.8.18 255.255.255.252
!
interface GigabitEthernet3/0
no ip address
!
interface GigabitEthernet3/0.10
encapsulation dot1Q 10
ip address 172.16.0.1 255.255.255.192
!
interface GigabitEthernet3/0.20
encapsulation dot1Q 20
ip address 172.16.0.65 255.255.255.192
!
interface GigabitEthernet4/0
no ip address
!
interface GigabitEthernet4/0.10
encapsulation dot1Q 10
ip address 172.16.1.1 255.255.255.192
!
interface GigabitEthernet4/0.20
encapsulation dot1Q 20
ip address 172.16.1.65 255.255.255.192
!
interface GigabitEthernet5/0
ip address 172.16.2.1 255.255.255.192
!
interface FastEthernet6/0
no ip address
duplex auto
speed auto
shutdown
!
interface FastEthernet7/0
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no ip address
duplex auto
speed auto
shutdown
!
interface FastEthernet8/0
no ip address
duplex auto
speed auto
shutdown
!
interface FastEthernet9/0
no ip address
duplex auto
speed auto
shutdown
!
router ospf 1
log-adjacency-changes
network 172.16.8.16 0.0.0.3 area 0
network 172.16.1.0 0.0.0.63 area 0
network 172.16.2.0 0.0.0.63 area 0
network 172.16.1.64 0.0.0.63 area 0
network 172.16.0.64 0.0.0.63 area 0
!
ip classless
!
ip flow-export version 9
!
line con 0
!
line aux 0
!
line vty 0 4
login
!
end
Konfigurimet e routerit R5
R5#show running-config
Building configuration...
Current configuration : 1803 bytes
!
version 12.2
no service timestamps log datetime msec
no service timestamps debug datetime msec
no service password-encryption
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!
hostname R5
!
ip dhcp excluded-address 172.16.3.2 172.16.3.10
ip dhcp excluded-address 172.16.4.2 172.16.4.10
!
ip dhcp pool DheuBardhe
network 172.16.4.0 255.255.255.192
default-router 172.16.4.1
ip dhcp pool Dardania
network 172.16.3.0 255.255.255.192
default-router 172.16.3.1
!
no ip cef
no ipv6 cef
!
interface FastEthernet0/0
no ip address
duplex auto
speed auto
shutdown
!
interface FastEthernet1/0
no ip address
duplex auto
speed auto
shutdown
!
interface Serial2/0
no ip address
clock rate 2000000
shutdown
!
interface Serial3/0
no ip address
clock rate 2000000
shutdown
!
interface FastEthernet4/0
no ip address
shutdown
!
interface FastEthernet5/0
no ip address
shutdown
!
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interface GigabitEthernet6/0
ip address 172.16.8.34 255.255.255.252
!
interface GigabitEthernet7/0
ip address 172.16.4.1 255.255.255.192
!
interface GigabitEthernet8/0
no ip address
!
interface GigabitEthernet9/0
ip address 172.16.3.1 255.255.255.192
!
router ospf 1
log-adjacency-changes
network 172.16.8.32 0.0.0.3 area 0
network 172.16.3.0 0.0.0.63 area 0
network 172.16.3.0 0.0.0.63 area 0
!
ip classless
!
ip flow-export version 9
!
no cdp run
!
line con 0
!
line aux 0
!
line vty 0 4
login
!
end
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