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Vpliv Splošne uredbe o varstvu podatkov na organizacije in potrošnike v Sloveniji 
Z napredkom informacijsko–komunikacijskih tehnologij organizacije lažje in hitreje dostopajo 
do posameznikovih osebnih podatkov. Le-ti so postali surov material in gorivo, na podlagi 
katerega podjetja pripravijo bolj prilagojeno ponudbo potrošnikom in žanjejo uspehe. Posledica 
sta povečano zbiranje in prost pretok podatkov, ki ogrožata temeljne pravice in svoboščine 
posameznikov, kamor spadata pravica do zasebnosti in varstvo osebnih podatkov. V Evropski 
uniji je 25. maja 2018 v veljavo stopila Splošna uredba o varstvu podatkov, ki je prej 
razdrobljeno zakonodajo o varstvu osebnih podatkov v državah članicah poenotila. Za razliko 
od Direktive 95/46/ES o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem 
pretoku teh podatkov, ki je vsaki državi dopuščala svobodo pri implementaciji, je Splošna 
uredba o varstvu podatkov na dan vstopa v veljavo takoj postala del pravnega reda države. Na 
eni strani so morale organizacije prilagoditi način, na katerega zbirajo, obdelujejo in shranjujejo 
podatke, potrošniki pa so zdaj bolj opolnomočeni in imajo nad svojimi osebnimi podatki večji 
nadzor. Pregled strokovne literature omogoča vpogled v varstvo podatkov predvsem na 
območju Evropske unije v preteklosti in danes, kvalitativno raziskovanje (poglobljeni intervjuji 
z zaposlenimi, ki so skrbeli za implementacijo uredbe v organizacijah) nam pomaga odgovoriti 
na vprašanje, kako Splošna uredba o varstvu podatkov vpliva na podjetja v Sloveniji, preko 
kvantitativnega raziskovanja (vprašalnika) pa ugotavljamo, kako uredba vpliva na potrošnike v 
Sloveniji. 
Ključne besede: Splošna uredba o varstvu podatkov, osebni podatki, pravice potrošnikov, 
organizacije, slovenski trg. 
 
 
The influence of General data protection regulation on organizations and consumers in 
Slovenia 
Rapid development in information and communication technology helped organizations to gain 
an easier access to personal data. Gathered personal information became raw material and fuel 
for organizations. They ensure more adapted offer for their costumers and a greater chance for 
success. On the other hand, increased data collection and free flow of personal information 
represents a bigger threat for consumers and for their fundamental rights and freedoms, 
including the right to privacy and protection of personal data. On May 25th 2018 General data 
protection regulation entered into force and ensured harmonized legislation in European Union. 
Unlike the Directive No. 95/46/EC on the protection of individuals with regard to the processing 
of personal data and on the free movement of such data that allowed more freedom at 
implementation into national legislation, GDPR immediately became a part of legal system of 
each Member State. Overview of scientific literature enables insight into development of 
protection of personal data especially in European Union. Qualitative research (in-depth 
interviews with employees that implemented GDPR in their organizations) helps us answer how 
General data protection regulation affects organizations in Slovenia. With quantitative research 
(questionnaire) we want to establish how regulation affects consumers in Slovenia.   
Key words: General data protection regulation (GDPR), personal information, consumers 
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Področje varstva osebnih podatkov je bilo še nedavno znotraj Evropske unije urejeno precej 
raznoliko, kar je pomenilo tako oviro za prost pretok podatkov na omenjenem ozemlju in 
raznoliko zakonodajno okolje tako za podjetja kot tudi različne pravice o varstvu zasebnosti in 
osebnih podatkov prebivalcev Evropske unije. Tudi če pogledamo širše, torej izven ozemlja 
Evropske unije, lahko opazimo, da je povečano zbiranje osebnih podatkov s strani velikih 
korporacij postalo stalna praksa, saj so osebni podatki postali gorivo in surov material za 
nadaljnjo obdelavo. 
Nahajamo se v času, ko tehnološki napredek omogoča neomejeno zbiranja in beleženje 
masovnih podatkov, neomejene možnosti obdelave podatkov in neomejeno shranjevanje. V 
zadnjih dvajsetih letih je bil razvoj tehnologije ogromen, zakonodaja na področju varstva 
podatkov v Evropski uniji se v tem času praktično ni spreminjala oziroma je dovoljevala, da 
vsaka država članica sama ureja to področje. Od leta 1995 dalje je bila v veljavi Direktiva o 
varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku teh podatkov, ki je 
pomenila usmeritve varstva osebnih podatkov, vsaka država članica pa jo je implementirala na 
svoj način.  
Raven varstva podatkov in pozornost, ki jo temu posvečajo države, se je znotraj Evropske unije 
precej razlikovala. V Sloveniji je področje varstva osebnih podatkov urejal Zakon o varstvu 
podatkov ZVOP-1, ki je med drugim narekoval, da mora biti posameznik o obdelavi vnaprej 
obveščen, določen mora biti namen obdelave podatkov, posamezniki, na katere se nanašajo 
osebni podatki, pa imajo pravico do vpogleda v katalog zbirke osebnih podatkov, pravico do 
popravka, dopolnitve, ugovora, blokiranja in izbrisa osebnih podatkov. 
Želja po harmonizaciji varstva temeljnih človekovih pravic in svoboščin ter zagotavljanje 
prostega pretoka osebnih podatkov znotraj Evropske unije je vplivala na oblikovanje Splošne 
uredbe o varstvu podatkov, ki v ospredje postavlja pravice posameznika in njegov nadzor  nad 
lastnimi osebnimi podatki, podjetjem omogoča poenoteno zakonodajno okolje in skrbi za 
neoviran pretok podatkov. 
Sprejem Splošne uredbe o varstvu podatkov odpira kar nekaj vprašanj: kakšen vpliv bo imela 
oziroma ima omenjena uredba na delovanje podjetij, kakšen bo oziroma je njen vpliv na 
posameznika in tudi, ali je uredba, glede na hiter tehnološki razvoj, lahko dolgoročno 
10 
 
učinkovita. Že opravljene raziskave pred sprejemom omenjene uredbe kažejo na razdrobljenost 
varstva podatkov, povečano nezaupanje posameznikov do podjetij, ki obdelujejo njihove 
osebne podatke in povečano izkoriščanje osebnih podatkov v lastne namene s strani organizacij. 
V raziskavi, ki bo predstavljena v nadaljevanju, nas bo zanimalo, kako je sprejem Splošne 
uredbe o varstvu podatkov na eni strani vplival na podjetja, na drugi strani pa na potrošnike. Za 
raziskovanje prvega si postavljamo dve raziskovalni vprašanji: Kako organizacije ocenjujejo 
Splošno uredbo o varstvu podatkov? in Kako je sprejem Splošne uredbe o varstvu podatkov 
vplival na organizacije?. Vpliv na potrošnike bomo raziskovali s pomočjo štirih raziskovalnih 
vprašanj: Kako potrošniki ocenjujejo Splošno uredbo o varstvu podatkov?, Kakšno je s strani 
potrošnikov zaupanje v organizacije kot v upravljavce z osebnimi podatki?, Kako potrošniki 
ocenjujejo skrb za varstvo osebnih podatkov pred in po uvedbi Splošne uredbe o varstvu 




2 TEORETIČNI DEL 
 
2.1 Zakonska ureditev varstva osebnih podatkov pred Splošno uredbo o varstvu 
podatkov 
Temelji varovanja zasebnosti v sodobnem času so bili postavljeni s Splošno deklaracijo o 
človekovih pravicah leta 1948. Leta 1974 je generalni sekretar Organizacije združenih narodov 
priporočil načela, ki bi jih morala vsebovati zakonodaja s področja varovanja informacijske 
zasebnosti – načelo relevantnosti (zbiranje le tistih podatkov, ki so nujno potrebni za dosego 
namena, za katerega se zbirajo), načelo notifikacije (posameznik mora biti o zbiranju, obdelavi 
in shranjevanju podatkov obveščen) in načelo privolitve (posameznik mora v zbiranje podatkov 
privoliti). Čeprav je tedaj veljalo, da potreba po pravici do zasebnosti narašča zaradi razvoja 
informacijsko-komunikacijskih tehnologij, je potrebno poudariti, da je bila zasebnost 
posameznika ogrožena že pred razvojem omenjenih tehnologij, vendar so se posamezniki tega 
manj zavedali (Kovačič, 2003, str. 35–36). Yeh (2018, str. 282) opozarja, da se večina ljudi še 
danes ne zaveda, koliko podatkov imajo podjetja zbrana o njih, obenem so posamezniki 
prepričani, da so podatki zbrani zgolj v promocijske namene, kar po njihovem mnenju ne 
predstavlja zanje nobene grožnje. 
Tema varovanja osebnih podatkov se je vedno bolj pojavljala med akademskimi trženjskimi 
raziskovalci in trženjskimi raziskovalci v gospodarstvu od leta 1990 dalje, ko je informacijsko-
komunikacijska tehnologija postajala širše dostopna in uporabljena. Kot nov pojav sta se temi 
zasebnosti in varovanja osebnih podatkov preselili iz realnega sveta v spletno resničnost, kjer 
delujejo družabna omrežja in komunikacijske platforme (Formanek in Tahal, 2018, str. 71). 
Leta 1995 je bila sprejeta Direktiva 95/46/ES o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku teh podatkov (dalje direktiva), ki je predstavljala bolj načela 
dobrega upravljanja, ki so se v večji meri osredotočala na obveznosti upravljavcev na strani 
organizacij (Van der Sloot, 2014 v McDermott, 2017, str. 1). Predstavljala je okvir pravic in 
dolžnosti oseb, na katere se nanašajo podatki, in obenem podjetij in vladnih teles, ki te podatke 
zbirajo in obdelujejo. Od vsake posamezne države članice Evropske unije je bilo odvisno, kako 
so ta načela interpretirala in implementirala v svoj pravni sistem (Custers, Dechesne, Tani in 
van der Hof, 2018, str. 234).  
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Custers, Dechense, Sears, Tani in van der Hof so v 8 državah, članicah Evropske unije, opravili 
raziskavo, s katero so preverili, kako so v posamezni državi pred Splošno uredb o varstvu 
podatkov poskrbeli za področje varovanja osebnih podatkov. Države, ki so bile vključene v 
raziskavo, so Francija, Nemčija, Velika Britanija, Irska, Romunija, Italija, Švedska in 
Nizozemska. Raziskava je pokazala, da so se vse države posvečale pravici do zasebnosti, vendar 
so to pravico vključevale v različne pravne akte. V državah, ki so bile vključene v raziskavo, je 
ozaveščenost posameznikov glede tega, da podjetja uporabljajo osebne podatke za obdelavo, 
precej visoka. Prebivalci teh držav so imeli v splošnem nizek občutek nadzora nad svojimi 
podatki in obenem razmeroma visok občutek zaskrbljenosti glede nadzora nad osebnimi 
podatki. Takih, ki so izrazili, da imajo občutek popolnega nadzora, je bilo 15 %. Raven 
sprijaznjenosti, da je procesiranje osebnih podatkov del modernega načina življenja, je precej 
visoka (71 %), le 6 % posameznikov pa se počuti ''udobno'' ob dejstvu, da podjetja uporabljajo 
njihove osebne podatke za prilagojeno oglaševanje in vsebino. Pri vpogledu v to, koliko 
pozornosti posamezna država posveča varovanju osebnih podatkov znotraj politike, prihaja do 
zelo raznolikih rezultatov – najmanj pozornosti posvečata temu Irska in Romunija, nekoliko 
več Francija, največ pa Nemčija, Nizozemska, Švedska, Velika Britanija in Italija. Podobno 
stanje najdemo tudi pri vpogledu v to, koliko medijske pozornosti posveti področju varovanja 
osebnih podatkov posamezna država – najmanj medijske pozornosti posveča tej tematiki 
Romunija, nekaj medijske pozornosti Italija in Švedska, veliko medijske pozornosti pa 
Nemčija, Francija, Velika Britanija, Nizozemska in Irska. V nekaterih državah (Velika 
Britanija, Nizozemska, Italija, Nemčija in Francija) obstaja nagrada Big Brother Award za 
posameznike in podjetja, ki kršijo zasebnost. V vseh državah obstajajo organizacije, ki se 
ukvarjajo z varovanjem zasebnosti, vendar prihaja do razlik v višini sredstev, ki jih imajo te 
organizacije na voljo za svoje delo. Najmanj sredstev prejmejo organizacije za varovanje 
zasebnosti na Švedskem, v Italiji in Romuniji, nekaj več na Nizozemskem in Irskem, največ pa 
v Franciji, Nemčiji in Veliki Britaniji. Po sprejetju direktive leta 1995 so dodatne odločbe dodali 
na Nizozemskem, v Nemčiji, Veliki Britaniji in Franciji. Avtorji raziskave so ugotovili, da je 
vodilna na področju varstva zasebnosti Nemčija, najbolj pa zaostajata Italija in Romunija (2018, 
str. 234–240). 
2.1.1 Varstvo osebnih podatkov pred Splošno uredbo o varstvu podatkov v Sloveniji 
Zakon o varstvu osebnih podatkov – ZVOP-1 (dalje zakon) je v Sloveniji urejal področje 
varstva osebnih podatkov, preden je v veljavo stopila Splošna uredba o varstvu podatkov. 
Zakon je začel veljati 1. januarja 2005, leta 2007 pa je Državni zbor Republike Slovenije potrdil 
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uradno prečiščeno besedilo (Zakon o varstvu osebnih podatkov (uradno prečiščeno besedilo) 
(ZVOP-1-UPB1), 2007). V nadaljevanju si bomo ogledali člene, ki so zanimivi za primerjavo 
z drugimi članicami Evropske unije (podrobneje v podpoglavju 2.1) in s členi Splošne uredbe 
o varstvu podatkov.  
Z zakonom so se v Sloveniji do 25. maja 2018 določale ''pravice, obveznosti, načela in ukrepi, 
s katerimi se preprečujejo neustavni, nezakoniti in neupravičeni posegi v zasebnost in 
dostojanstvo posameznika oziroma posameznice /…/ pri obdelavi osebnih podatkov.'' (prav 
tam, 1. člen). 
''Ta zakon velja za obdelavo osebnih podatkov, če je upravljavec osebnih podatkov ustanovljen, 
ima sedež ali je registriran v Republiki Sloveniji ali če je podružnica upravljavca osebnih 
podatkov registrirana v Republiki Sloveniji.'' (prav tam, 5. člen). Zakon velja tudi, če 
upravljavec nima sedeža znotraj EU ali EEA, vendar ''za obdelavo osebnih podatkov uporablja 
avtomatsko ali drugo opremo, ki se nahaja v Republiki Sloveniji, razen če se ta oprema 
uporablja samo za prenos osebnih podatkov preko ozemlja Republike Slovenije.'' (prav tam). 
Posebno pozornost zakon namenja varovanju občutljivih podatkov, med katere spadajo rasno 
in narodno poreklo, versko in politično prepričanje, kazenske in zdravstvene evidence, 
biometrične značilnosti idr. (prav tam, 7. in 13. člen). 
Zakon ne velja v primeru zbiranja osebnih podatkov za osebno uporabo; 26., 27. in 28. člen 
zakona pa so izvzeti v primeru obdelave osebnih podatkov s strani političnih strank, sindikatov, 
društev, verskih skupnosti, medijev (z namenom obveščanja javnosti) idr. (prav tam, 7. člen). 
Posameznik, na katerega se nanašajo osebni podatki, mora  biti obveščen o tem, kdo je 
upravljavec podatkov in s kakšnim namenom bodo obdelani, kar je zajeto v 8. členu zakona 
(prav tam, 8. člen) 
(1)  Osebni podatki se lahko obdelujejo le, če obdelavo osebnih podatkov in osebne 
podatke, ki se obdelujejo, določa zakon ali če je za obdelavo določenih osebnih podatkov 
podana osebna privolitev posameznika. 
(2)  Namen obdelave osebnih podatkov mora biti določen v zakonu, v primeru obdelave na 
podlagi osebne privolitve posameznika pa mora biti posameznik predhodno pisno ali na drug 
ustrezen način seznanjen z namenom obdelave osebnih podatkov. 
Namen zbiranja podatkov mora biti vnaprej določen in zakonit, nadaljnja obdelava pa ni 
dovoljena, če ni v skladu z določenimi nameni in če zakon ne določa drugače. Izjema je 
nadaljnja obdelava za zgodovinske, statistične in znanstveno-raziskovalne namene. Če zakon 
ne določa drugače ali če posameznik, na katerega se nanašajo osebni podatki, ni dal izrecne 
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privolitve, se morajo podatki uporabniku osebnih podatkov posredovati v anonimizirani obliki 
(prav tam, 16. in 17. člen) 
Upravljavci osebnih podatkov (razen politične stranke, sindikati, društva, verske skupnosti, 
mediji in podjetja z manj kot 50 zaposlenimi) morajo vzpostaviti kataloge zbirk osebnih 
podatkov, kjer so navedeni podatki o upravljavcu, kategorije posameznikov, na katere se 
nanašajo osebni podatki, vrste osebnih podatkov in namen obdelave itd. ter jih posredovati 
Državnemu nadzornemu organu, ki vzpostavi register zbirk osebnih podatkov (prav tam, 26. in 
27. člen). 
Upravljavec osebnih podatkov mora posamezniku omogočiti vpogled v katalog zbirke osebnih 
podatkov, podati informacijo, ''ali se podatki v zvezi z njim obdelujejo ali ne, in mu omogočiti 
vpogled v osebne podatke /…/ ter njihovo prepisovanje in kopiranje.'' (prav tam, 30. člen). Prav 
tako mora posamezniku posredovati seznam uporabnikov, katerim so bili osebni podatki 
posredovani, navesti vire, na katerih temeljijo zapisi o posamezniku, ter podati informacije o 
namenu obdelave in vrsti osebnih podatkov (prav tam). 
V zakonu je zajeta tudi pravica do popravka, dopolnitve, ugovora, blokiranja in izbrisa. 
''Upravljavec osebnih podatkov mora na zahtevo posameznika, na katerega se nanašajo osebni 
podatki, dopolniti, popraviti, blokirati ali izbrisati osebne podatke, za katere posameznik 
dokaže, da so nepopolni, netočni ali neažurni ali da so bili zbrani ali obdelani v nasprotju z 
zakonom.'' (prav tam, 32. člen) 
Posebna pozornost se namenja pravicam posameznika v primeru izvajanja neposrednega 
trženja s strani upravljavca osebnih podatkov (prav tam, 73. člen) 
Posameznik lahko kadarkoli pisno ali na drug dogovorjen način zahteva, da upravljavec osebnih 
podatkov trajno ali začasno preneha uporabljati njegove osebne podatke za namen neposrednega 
trženja. Upravljavec osebnih podatkov je dolžan v 15 dneh ustrezno preprečiti uporabo osebnih 
podatkov za namen neposrednega trženja ter o tem v nadaljnjih petih dneh pisno ali na drug 
dogovorjen način obvestiti posameznika, ki je to zahteval.  
V primeru kršitve zakona so navedene različno visoke globe, ki so določene glede na kršitev 
posamezne določbe tega zakona. Najnižja globa znaša 200 €, najvišja pa 12.510 € (prav tam, 
91.–102. člen). 
Kot omenjeno zgoraj, je bil zakon v celoti v veljavi do sprejetja Splošne uredbe o varstvu 
podatkov, ki velja za vse članice Evropske unije (podrobneje predstavljena v podpoglavju 2.2). 
Do tedaj bi morala Slovenija sprejeti zakon za implementacijo Splošne uredbe o varstvu 
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podatkov, vendar je bil (in je še) osnutek novega zakona začasno odložen zaradi predčasnih 
parlamentarnih volitev (Horvat, 2018). 
 
2.2 Splošna uredba o varstvu podatkov 
Leta 2010 je Evropska komisija Evropskemu parlamentu (dalje Parlament) in Svetu Evropske 
unije (dalje Svet) predstavila Celovit pristop k varstvu osebnih podatkov v Evropski uniji, na 
podlagi katerega je bil leta 2012 pripravljen predlog o reformi varstva podatkov. Istega leta je 
bil pripravljen predlog uredbe o varstvu podatkov in predložen Svetu. Parlament je marca 2014 
v prvi obravnavi sprejel stališče o zakonodajnem svežnju, predlog pa so obravnavali tudi 
združeni nadzorni organi za varstvo osebnih podatkov v Evropski uniji in leta 2015 podali 
stališča o ključnih vprašanjih reforme. Istega leta je bil sprejet splošni pristop glede uredbe s 
strani ministrov za pravosodje in notranje zadeve. Na podlagi dogovora so potekala pogajanja 
med Svetom in Parlamentom, ki so trajala do konca leta 2015.  Skupaj sta dne 27. aprila 2016 
sprejela Uredbo (EU) 2016/679 o varstvu posameznikov pri obdelavi osebnih podatkov in o 
prostem pretoku teh podatkov ter o razveljavitvi Direktive 95/46/ES. Uredba (EU) 2016/679 
Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri obdelavi 
osebnih podatkov in o prostem pretoku takih podatkov (dalje Splošna uredba o varstvu 
podatkov) je bila zapisana v Uradni list dne 4. maja 2016 (''Informacijski pooblaščenec'', b.d.). 
Splošna uredba o varstvu podatkov ''varuje temeljne pravice in svoboščine posameznikov ter 
zlasti njihovo pravico do varstva osebnih podatkov.'' (Uredba (EU) 2016/679, 2016, Člen 1). 
Poseben pomen daje tudi prostemu pretoku podatkov, ki ''v Uniji ne sme biti omejen ali 
prepovedan iz razlogov, povezanih z varstvom posameznikov pri obdelavi osebnih podatkov.'' 
(prav tam). Znotraj uredbe je izpostavljeno, da je pri obdelavi osebnih podatkov varstvo 
posameznikov temeljna pravica, ne pa tudi absolutna pravica (prav tam, L119/2). 
2.2.1 Razlogi za spremembo zakonske ureditve 
Direktiva  95/46/ES je bila oblikovana, ko je veljala povsem drugačna tehnološka era – internet 
je tedaj uporabljal 1 % prebivalstva (Tankard, 2016, str. 5). Od sprejetja direktive je torej minilo 
že več kot dvajset let, medtem pa sta tehnologija in digitalizacija naredili ogromen napredek, 
kar je klicalo po modernizaciji zakonske ureditve varovanja podatkov (Zerlang 2017, str. 8). 
Ker so osebni podatki postali gorivo, ki poganja organizacije (6, 2005, str. 17 v Manzerolle in 
Smeltzer, 2011, str. 323), je bilo nujno potrebno poskrbeti tudi za primerno zaščito, saj so 
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podjetja na eni strani žela uspehe zaradi povečanega obsega podatkov, ki so jim bili na voljo za 
lažje sklepanje odločitev, na drugi strani pa niso primerno poskrbela za varnost in regulativo 
(Zerlang 2017, str. 8). Tudi Dewar (2017, str. 96) izpostavlja, da so podatki postali za podjetje 
izjemnega pomena, saj analiziranje podatkov in s tem pridobivanje vpogleda v potrošnike, 
iskanje vzorcev in trendov ter posledično pojavljanje novih tokov prihodkov, diktira strategijo 
podjetja in predstavlja njegovo konkurenčno prednost. Vzporedno smo priča povečevanju 
odpora potrošnikov do organizacij, ki zbirajo njihove osebne podatke, predvsem zaradi 
netransparentnega obdelovanja podatkov. McDermott (2017, str. 4) opozarja, da smo zaradi 
tehnološkega napredka priča tudi povečanemu nadzoru nad posamezniki, do katerega prihaja 
zaradi možnosti neomejenega zbiranja in beleženja masovnih podatkov, neomejenih možnosti 
obdelave podatkov in možnosti neomejenega shranjevanja. Način zbiranja, obdelave in hrambe 
podatkov začenja predstavljati večje tveganje zasebnosti (O'Brien, 2016, str. 81), skrb zbujajoče 
pa je tudi dejstvo, s kakšno lahkoto podatki potujejo preko meja, kjer je zaradi razlikovanja v 
zakonodaji težje poskrbeti za varstvo osebnih podatkov (Buri in Schär, 2016, str. 481). Podjetja 
pozabljajo, da za vsemi zbranimi podatki obstajajo njihovi lastniki – posamezniki. Poleg 
naraščajoče kritičnosti do podjetij s strani potrošnikov prihaja tudi do občutka, da medtem ko 
podjetja prejemajo in obdelujejo ogromne količine podatkov, potrošniki v zameno ne dobijo 
nič (Dewar, 2017, str. 96), zato morajo podjetja razmisliti, kako vzpostaviti ravnovesje.  In 
medtem ko Dewar (prav tam, str. 99) izpostavlja, da se posamezniki vedno bolj začenjajo 
zavedati izjemne vrednosti njihovih osebnih podatkov, Mc Dermott (2017, str. 4) opozarja, da 
so posamezniki istočasno preko družabnih omrežij in preko interneta stvari pripravljeni deliti 
neomejene količine podatkov prostovoljno, saj se ne zavedajo, da so tudi to osebni podatki, ki 
jih nekdo spremlja, beleži in z njimi upravlja. 
Spremembo zakonodaje so spodbudili tudi različni primeri kršenja zasebnosti, ki so bili 
obravnavani na sodiščih. Leta 2013 je Edward Snowden opozoril na dostop do podatkov 
milijonov zasebnih uporabnikov storitev (Facebook, Google, Apple) s strani National Security 
Agency v Združenih državah Amerike. Leta 2014 je Mario Consteja Gonzalez od podjetja 
Google Spain zahteval umik prikaza članka o njegovem bankrotu iz leta 1998 med rezultati 
iskalnika Google. Ker je g. Gonzalez dokazal, da je bila ta zadeva že razrešena in da je sedaj ta 
podatek irelevanten, je tožbo nad podjetje Google Spain dobil. S tem primerom je opozoril, 
kakšne so pravice posameznika, bistveno pa je vplival tudi na pretok informacij na spletu. Leta 
2012 je primer Digital Rights Ireland izpostavil problematiko shranjevanja in vpogled v 
podatke fiksne, mobilne in internetne telefonije ter e-pošte in hkrati opozoril na tanko linijo 
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med ohranjanjem zasebnosti posameznika in vršenje nadzora v luči državne varnosti. Sodišče 
je odločilo, da je Direktiva o hrambi podatkov (Direktiva 2006/24/ES) neveljavna, saj posega 
v temeljno pravico do zasebnosti in varstva osebnih podatkov. Leta 2015 je Maximillian 
Schrems vložil tožbo zoper irski nadzorni organ, saj je le-ta zavrnil njegovo pritožbo nad 
podjetjem Facebook, ki je njegove podatke shranjevalo v Združenih državah Amerike. Schrems 
je izpostavil skrb, da njegovi podatki niso ustrezno zaščiteni (po razkritju informacij s strani 
Edwarda Snowdena) (Burri in Schär, 2016, str. 481–485). Kot zanimivost na tem mestu 
omenimo, da je aktivist Maximillian Schrems kasneje ustanovil nevladno organizacijo NOYB 
(None of Your Business), s katero posameznikom, katerim so kršene pravice zasebnosti in 
varstva osebnih podatkov, pomaga njihove primere privesti na sodišče in s tem spodbuja 
uveljavljanje evropskih zakonov o varstvu podatkov (''NOYB'', b.d.). 
Dejavniki, ki so privedli do oblikovanja in sprejetja Splošne uredbe o varstvu podatkov in ki so 
bili pri oblikovanju vzeti v poštev, so navedeni v Uradnem listu Evropske unije; povzemamo 
jih v nadaljevanju. Upoštevati je potrebno, da se je povečal čezmejni prenos podatkov, 
globalizacija in tehnološki razvoj pa pomenita nove izzive na področju varovanja osebnih 
podatkov. Obenem smo priča različnim ravnem varstva podatkov v državah znotraj Evropske 
unije, kar pomeni tudi oviro za prost pretok podatkov in s tem oviro za razvoj gospodarskih 
dejavnosti. Vzpostaviti je potrebno poenotenje pravic v Evropski uniji z namenom 
zagotavljanja skladne ravni varstva podatkov za posameznike, omogočanja prostega pretoka 
podatkov ter seznanitve upravljavcev in obdelovalcev podatkov z njihovimi obveznostmi in 
odgovornostmi.  Posameznike je potrebno seznaniti z njihovimi pravicami in jih okrepiti ter jim 
omogočiti, da imajo nad svojimi osebnimi podatki nadzor. Posameznikom je potrebno 
omogočiti tudi varstvo podatkov, kadar so dejavnosti obdelave podjetja s sedežem izven Unije 
povezana s spremljanjem vedenja teh posameznikov, na katere se nanašajo osebni podatki ter z 
nudenjem blaga ali storitev takim posameznikom (Uredba (EU) 2016/679, 2016, L119/2–
L119/5). 
2.2.2 Ključne lastnosti Splošne uredbe o varstvu podatkov 
Splošna uredba o varstvu podatkov se označuje kot najpomembnejši premik v globalni 
zakonodaji o zasebnosti (O'Brien, 2016, str. 81) in kot mejnik v evoluciji evropskih pravnih 
okvirov, saj sloni na dejstvu, da je zasebnost človekova pravica in varuje osebne podatke 
prebivalcev Evropske unije, obenem pa velja tudi za upravljanje teh podatkov izven meja 
Evropske unije, zato lahko rečemo, da ima globalni učinek. Če jo primerjamo z zakoni v 
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Združenih državah Amerike, ugotovimo da je definicija osebnih podatkov znotraj Splošne 
uredbe o varstvu podatkov veliko bolj natančna in zajema več elementov (Goddard, 2017, str. 
703).  
Splošna uredba o varstvu podatkov predstavlja boljšo uskladitev znotraj Evropske unije v 
primerjavi z direktivo, ki je pri implementaciji dopuščala več svobode, saj začne uredba veljati 
v vseh državah na enak način – takoj postane del državnega pravnega sistema in nadvlada 
obstoječe zakone v državi (Burri in Schär, 2016, str. 489), vseeno pa dopušča nekaj 
fleksibilnosti, na primer pri določanju starosti otrok za dajanje soglasja za uporabo spletnih 
informacijskih storitev (Goddard, 2017, str. 704). 
Kot glavni cilj Splošne uredbe o varstvu podatkov Zerlang (2017, str. 8) prepoznava okrepitev 
in uskladitev varovanja podatkov in poenostavitev zakonodajnega okolja organizacijam. Za 
podjetja to pomeni, da morajo odgovoriti na vprašanja, katere podatke zbirajo, zakaj jih zbirajo, 
kako skrbijo za varnost, kdo uporablja podatke, kje se nahajajo ter kdaj in kje je bilo za prej 
našteto izdano dovoljenje. Soglasje posameznika od sprejetja uredbe dalje predstavlja pravno 
podlago za zbiranje, obdelavo in shranjevanje podatkov (Dewar, 2017, str. 97). 
Zerlang  je prepričan, da bo Splošna uredba o varstvu podatkov aktualna tudi ob napredku 
tehnologije, saj se nanaša na širše področje varovanja osebnih podatkov in opredeljuje 
minimalne pogoje za zagotavljanje varnosti (2017, str. 8). Spomladi 2019 se pričakuje še 
ePrivacy regulativa, ki bo imela večji vpliv na spletno okolje (Goddard, 2017, str. 705). 
Kot glavne novosti in spremembe, ki se pojavijo v uredbi, avtorji (Burri in Schär, 2016; 
Tankard, 2016; Goddard, 2017; Dewar, 2017) izpostavljajo večji poudarek na varovanju 
osebnih podatkov, večjo odgovornost za upravljavce podatkov (pridobivanje soglasja in 
poštena obdelava podatkov), večji geografski doseg in več pravic za posameznike, na katere se 
nanašajo podatki (pravica dostopa do podatkov, pravica do popravka, pravica do izbrisa oz. 
pozabe, pravica do omejitve obdelave in pravica do prenosljivosti). Podrobneje bodo 
predstavljene v nadaljevanju. 
Parlament in Svet ugotavljata, da bi moral posameznik privolitev v obdelavo osebnih podatkov 
izraziti z jasnim in aktivnim pritrdilnim dejanjem, ki se kaže v prostovoljnem, specifičnem, 
ozaveščenem in nedvoumnem soglasju posameznika, na katerega se nanašajo osebni podatki v 
pisni (lahko tudi elektronski) ali ustni obliki.  V primeru molka, vnaprej označenega okenca ali 
nedejavnosti velja, da se posameznik z obdelavo podatkov ne strinja. V kolikor upravljavec 
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zbira in obdeluje podatke za različne namene, mora o tem obvestiti posameznika, na katerega 
se nanašajo osebni podatki in pridobiti privolitev za vsak namen posebej (Uredba (EU) 
2016/679, 2016, L119/6).  
Kadar predstavlja obdelava osebnih podatkov pravno obveznost upravljavca ali se izvaja za 
potrebe nalog v javnem interesu ali pri izvajanju javne oblasti, bi morala imeti le-ta podlago v 
pravu Evropske unije ali v pravu države članice (prav tam, L119/8). 
Upravljavec bi moral skrbeti, da je vsaka obdelava osebnih podatkov poštena in zakonita (na 
podlagi pridobljenega soglasja ali na drugi zakoniti podlagi, določeni z zakonom (prav tam, 
Člen 6) 
1. Obdelava je zakonita le in kolikor je izpolnjen vsaj eden od naslednjih pogojev:  
(a) posameznik, na katerega se nanašajo osebni podatki, je privolil v obdelavo njegovih osebnih 
podatkov v enega ali več določenih namenov;  
(b obdelava je potrebna za izvajanje pogodbe, katere pogodbena stranka je posameznik, na 
katerega se nanašajo osebni podatki, ali za izvajanje ukrepov na zahtevo takega posameznika 
pred sklenitvijo pogodbe;  
(c) obdelava je potrebna za izpolnitev zakonske obveznosti, ki velja za upravljavca; (d) obdelava 
je potrebna za zaščito življenjskih interesov posameznika, na katerega se nanašajo osebni 
podatki, ali druge fizične osebe;  
(e) obdelava je potrebna za opravljanje naloge v javnem interesu ali pri izvajanju javne oblasti, 
dodeljene upravljavcu;  
(f) obdelava je potrebna zaradi zakonitih interesov, za katere si prizadeva upravljavec ali tretja 
oseba, razen kadar nad takimi interesi prevladajo interesi ali temeljne pravice in svoboščine 
posameznika, na katerega se nanašajo osebni podatki, ki zahtevajo varstvo osebnih podatkov, 
zlasti kadar je posameznik, na katerega se nanašajo osebni podatki, otrok. 
Vse podrobnosti, ki se tičejo zbiranja, obdelave in uporabe osebnih podatkov, bi morale biti za 
posameznika pregledne, kar pomeni, da so izražene v preprostem in jasnem jeziku ter razumljivi 
in lahko dostopni obliki (načelo preglednosti). Posamezniki bi morali biti obveščeni o njihovih 
pravicah, možnih tveganjih in zaščitnih ukrepih v zvezi z obdelavo njihovih osebnih podatkov. 
Zbrani bi morali biti le tisti podatki, ki so nujno potrebni za določene namene obdelave, hkrati 
bi morali omejiti hrambo osebnih podatkov na najkrajše mogoče obdobje. Potrebno bi bilo 
poskrbeti za varno in zaupno obdelavo osebnih podatkov ter preprečiti nedovoljen dostop do 
le-teh (prav tam, L119/7). Še posebej bi morali biti upravljavci previdni v primeru zbiranja 
občutljivih podatkov, katerih obdelava bi lahko privedla do ogrožanja temeljnih pravic in 
svoboščin posameznikov (prav tam, L119/10). 
Predmet urejanja in glavni cilji Splošne uredbe o varstvu podatkov so vzpostavitev pravil pri 
obdelavi osebnih podatkov, pravil o prostem pretoku osebnih podatkov ter varovanje temeljnih 
pravic in svoboščin posameznikov (prav tam, Člen 1). 
20 
 
1. Ta uredba določa pravila o varstvu posameznikov pri obdelavi osebnih podatkov in pravila o 
prostem pretoku osebnih podatkov. 
2. Ta uredba varuje temeljne pravice in svoboščine posameznikov ter zlasti njihovo pravico do 
varstva osebnih podatkov.  
3. Prosti pretok osebnih podatkov v Uniji ne sme biti omejen ali prepovedan iz razlogov, 
povezanih z varstvom posameznikov pri obdelavi osebnih podatkov.  
Natančno je določeno, kdaj se uredba uporablja in kdaj ne (prav tam, Člen 2). 
1. Ta uredba se uporablja za obdelavo osebnih podatkov v celoti ali delno z avtomatiziranimi 
sredstvi in za drugačno obdelavo kakor z avtomatiziranimi sredstvi za osebne podatke, ki so del 
zbirke ali so namenjeni oblikovanju dela zbirke. 
2. Ta uredba se ne uporablja za obdelavo osebnih podatkov:  
(a) v okviru dejavnosti zunaj področja uporabe prava Unije;  
(b) s strani držav članic, kadar izvajajo dejavnosti, ki spadajo na področje uporabe poglavja 2 
naslova V PEU;  
(c) s strani fizične  osebe med potekom popolnoma osebne ali domače dejavnosti;  
(d) s strani pristojnih organov za namene preprečevanja, preiskovanja, odkrivanja ali pregona 
kaznivih dejanj ali izvrševanja kazenskih sankcij, vključno z varovanjem pred grožnjami javni 
varnosti in njihovim preprečevanjem.  
Določena je ozemeljska veljavnost uredbe (prav tam, Člen 3). 
1. Ta uredba se uporablja za obdelavo osebnih podatkov v okviru dejavnosti sedeža upravljavca 
ali obdelovalca v Uniji, ne glede na to, ali obdelava poteka v Uniji ali ne.  
2. Ta uredba se uporablja za obdelavo osebnih podatkov posameznikov, na katere se nanašajo 
osebni podatki in ki so v Uniji, s strani upravljavca ali obdelovalca, ki nima sedeža v Uniji, 
kadar so dejavnosti obdelave povezane:  
(a) z nudenjem blaga ali storitev takim posameznikom v Uniji, ne glede na to, ali je potrebno 
plačilo posameznika, na katerega se nanašajo osebni podatki, ali  
(b) s spremljanjem njihovega vedenja, kolikor to poteka v Uniji. 3.Ta uredba se uporablja za 
obdelavo osebnih podatkov s strani upravljavca, ki nima sedeža v Uniji, temveč v kraju, kjer se 
pravo države članice uporablja na podlagi mednarodnega javnega prava.  
Za boljše razumevanje uredbe so v njej obrazloženi posamezni pojmi. Pobliže si bomo ogledali 
pojme, ki so večkrat uporabljeni v pričujočem zaključnem delu (prav tam, Člen 4).  
(1) „osebni podatki“ pomeni katero koli informacijo v zvezi z določenim ali določljivim 
posameznikom (v nadaljnjem besedilu: posameznik, na katerega se nanašajo osebni podatki); 
določljiv posameznik je tisti, ki ga je mogoče neposredno ali posredno določiti, zlasti z navedbo 
identifikatorja, kot je ime, identifikacijska številka, podatki o lokaciji, spletni identifikator, ali z 
navedbo enega ali več dejavnikov, ki so značilni za fizično, fiziološko, genetsko, duševno, 
gospodarsko, kulturno ali družbeno identiteto tega posameznika; 
(2) „obdelava“ pomeni vsako dejanje ali niz dejanj, ki se izvaja v zvezi z osebnimi podatki ali 
nizi osebnih podatkov z avtomatiziranimi sredstvi ali brez njih, kot je zbiranje, beleženje, 
urejanje, strukturiranje, shranjevanje, prilagajanje ali spreminjanje, priklic, vpogled, uporaba, 
razkritje s posredovanjem, razširjanje ali drugačno omogočanje dostopa, prilagajanje ali 
kombiniranje, omejevanje, izbris ali uničenje; 
 /…/ 
(7) „upravljavec“ pomeni fizično ali pravno osebo, javni organ, agencijo ali drugo telo, ki samo 
ali skupaj z drugimi določa namene in sredstva obdelave; kadar namene in sredstva obdelave 
določa pravo Unije ali pravo države članice, se lahko upravljavec ali posebna merila za njegovo 
imenovanje določijo s pravom Unije ali pravom države članice; „obdelovalec“ pomeni fizično 
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ali pravno osebo, javni organ, agencijo ali drugo telo, ki obdeluje osebne podatke v imenu 
upravljavca;     
/…/  
(11) „privolitev posameznika, na katerega se nanašajo osebni podatki“ pomeni vsako 
prostovoljno, izrecno, informirano in nedvoumno izjavo volje posameznika, na katerega se 
nanašajo osebni podatki, s katero z izjavo ali jasnim pritrdilnim dejanjem izrazi soglasje z 
obdelavo osebnih podatkov, ki se nanašajo nanj; 
/…/ 
(21) „nadzorni organ“ pomeni neodvisen javni organ, ki ga v skladu s členom 51 
ustanovi država članica. 
Med načela v zvezi z obdelavo osebnih podatkov spadajo načelo zakonitosti, pravičnosti in 
preglednosti; načelo omejitve namena; načelo najmanjšega obsega podatkov; načelo točnosti; 
načelo omejitve shranjevanja, načelo celovitosti in zaupnosti ter načelo odgovornosti (prav tam, 
Člen 5). 
Poleg doslednega upoštevanje uredbe se spodbuja k pripravi kodeksov ravnanja. ''Države 
članice, nadzorni organi, odbor in Komisija spodbujajo pripravljanje kodeksov ravnanja, 
katerih namen je prispevati k pravilni uporabi te uredbe, ob upoštevanju posebnih značilnosti 
različnih sektorjev za obdelavo ter posebnih potreb mikro, malih in srednjih podjetij.'' (prav 
tam, Člen 40). 
V uredbi je večkrat izpostavljeno, da mora upravljavec zagotoviti informacije v preprostem in 
jasnem jeziku ter v lahko dostopni in razumljivi obliki. To zahtevo najdemo tudi med pogoji za 
privolitev, ki natančneje obravnavajo upravljavčevo zmožnost dokazovanja, da se posameznik, 
na katerega se nanašajo osebni podatki, strinja z obdelavo podatkov in pravico posameznika do 
preklica privolitve  (prav tam, Člen 7). 
1. Kadar obdelava temelji na privolitvi, mora biti upravljavec zmožen dokazati, da je 
posameznik, na katerega se nanašajo osebni podatki, privolil v obdelavo svojih osebnih 
podatkov.  
2. Če je privolitev posameznika, na katerega se nanašajo osebni podatki, dana v pisni izjavi, ki 
se nanaša tudi na druge zadeve, se zahteva za privolitev predloži na način, ki se jasno razlikuje 
od drugih zadev, v razumljivi in lahko dostopni obliki ter v jasnem in preprostem jeziku. Deli 
take izjave, ki predstavljajo kršitev te uredbe, niso zavezujoči.  
3. Posameznik, na katerega se nanašajo osebni podatki, ima pravico, da svojo privolitev kadar 
koli prekliče. Preklic privolitve ne vpliva na zakonitost obdelave na podlagi privolitve pred 
njenim preklicem. O tem se pred privolitvijo obvesti posameznik, na katerega se nanašajo osebni 
podatki. Privolitev je enako enostavno preklicati kot dati.  
4. Pri ugotavljanju, ali je bila privolitev dana prostovoljno, se med drugim zlasti upošteva, ali je 
izvajanje pogodbe, vključno z zagotavljanjem storitve, pogojeno s privolitvijo v obdelavo 
osebnih podatkov, ki ni potrebna za izvedbo zadevne pogodbe. 
V primeru prenosa osebnih podatkov v tretjo državo ali mednarodno organizacijo je nujno 
potrebno preveriti, če le-ta zagotavlja ustrezno raven varstva podatkov. ''Prenos osebnih 
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podatkov v tretjo državo ali mednarodno organizacijo se lahko izvede, če Komisija odloči, da 
zadevna tretja država, ozemlje, eden ali več določenih sektorjev v tej tretji državi ali 
mednarodna organizacija zagotavlja ustrezno raven varstva podatkov. Za tak prenos ni potrebno 
posebno dovoljenje.'' (prav tam, Člen 45) 
Vsaka država članica mora poskrbeti oz. določiti nadzorni organ, ki predstavlja glavno 
avtoriteto pri zagotavljanju skladnosti z uredbo. ''Vsaka država članica zagotovi enega ali več 
neodvisnih javnih organov, ki so pristojni za spremljanje uporabe te uredbe, da se zaščitijo 
temeljne pravice in svoboščine posameznikov v zvezi z obdelavo ter olajša prost pretok osebnih 
podatkov v Uniji (v nadaljnjem besedilu: nadzorni organ).'' (prav tam, Člen 51) 
2.2.3 Vpliv Splošne uredbe o varstvu podatkov na organizacije 
Splošna uredba o varstvu podatkov ponuja možnost, da podjetja poleg skladnosti poskrbijo tudi 
za varnost na spletu (Zerlang, 2017, str. 8). S sprejetjem uredbe so organizacije primorane 
prilagoditi načine zbiranja, obdelave in shranjevanja podatkov za zagotovitev zaupanja s strani 
strank (Goddard, 2017, str. 703). Z grajenjem zaupanja in krepitvijo le-tega se lahko podjetja 
izognejo uporabi pravice do izbrisa in pozabe s strani posameznikov, na katere se nanašajo 
osebni podatki (Dewar, 2017, str.  97).  
Splošna uredba o varstvu podatkov je potrošniško usmerjena, kar pomeni, da mora podjetje 
dobro informirati posameznika o načinu obdelave podatkov, namenu zbiranja in pravicah, ki 
jih ima posameznik, na katerega se nanašajo osebni podatki (Goddard, 2017, str. 704). 
Organizacije nosijo odgovornost, če pride do kršitev, o tem pa morajo poročati informacijskemu 
pooblaščencu v roku 72 ur in zagotoviti posamezniku, da dostopa do svojih podatkov (prav 
tam; Zerlang, 2017, str. 8). 
Parlament in Svet ugotavljata, da bi moral upravljavec, ki v podjetju predstavlja osebo, ki skrbi 
za upravljanje z osebnimi podatki, poskrbeti za izjavo o privolitvi posameznika, na katerega se 
nanašajo osebni podatki, v obdelavo osebnih podatkov. Hkrati bi moral poskrbeti, da bi se 
posameznik zavedal, v kakšnem obsegu daje privolitev ter bil zmožen dokazati, da je 
posameznik v samo dejanje obdelave zares privolil. Tovrstna privolitev ne bi smela vsebovati 
nedovoljenih pogojev, morala pa bi biti zapisana v preprostem in jasnem jeziku ter razumljivi 
in lahko dostopni obliki (Uredba (EU) 2016/679, 2016, L119/8).  
Upravljavec bi moral zagotoviti načine, na katere bi posameznik lažje uresničeval svoje pravice 
iz te uredbe (npr. pravica do dostopanja, popravka, izbrisa in ugovora), na primer omogočiti 
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elektronsko vlaganje zahtev. ''Upravljavec bi moral biti zavezan, da na zahtevo posameznika, 
na katerega se nanašajo osebni podatki, odgovori brez nepotrebnega odlašanja in najpozneje v 
enem mesecu in da v primeru, ko ne namerava izpolniti take zahteve, to utemelji.'' (prav tam, 
L119/11). 
Upravljavec mora po načelih poštene in pregledne obdelave posameznika, na katerega se 
nanašajo osebni podatki, obvestiti o obstoju in namenih obdelave. V primeru, da bi upravljavec 
tekom obdelave osebnih podatkov oblikoval profile, bi bilo potrebno o tem obvestiti 
posameznike, na katere se osebni podatki nanašajo (prav tam, L119/12).  
Upravljavcem lahko pri doslednem upoštevanju uredbe ter posledično varstvu posameznikovih 
pravic in svoboščin pomaga sprejem ustreznih tehničnih in organizacijskih ukrepov, ki bi 
pripomogli k spoštovanju načel vgrajenega in privzetega varstva. Ukrepi bi lahko ''vključevali 
minimizacijo obdelave osebnih podatkov, čimprejšnjo psevdonimizacijo osebnih podatkov, 
preglednost pri nalogah in obdelavi osebnih podatkov, omogočanje posameznikom, na katere 
se nanašajo osebni podatki, da spremljajo obdelavo podatkov/…/'' (prav tam, L119/15). Načeli 
vgrajenega in privzetega varstva sta zajeti tudi v Členu 25 (prav tam).  
1. Ob upoštevanju najnovejšega tehnološkega razvoja, stroškov izvajanja ter narave, obsega, 
okoliščin in namenov obdelave, pa tudi tveganj za pravice in svoboščine posameznikov, ki so 
povezana z obdelavo in se razlikujejo po verjetnosti in resnosti, upravljavec tako v času 
določanja sredstev obdelave kot tudi v času same obdelave izvaja ustrezne tehnične in 
organizacijske ukrepe, kot je psevdonimizacija, ki so oblikovani za učinkovito izvajanje načel 
varstva podatkov, kot je načelo najmanjšega obsega podatkov, ter v obdelavo vključi potrebne 
zaščitne ukrepe, da se izpolnijo zahteve te uredbe in zaščitijo pravice posameznikov, na katere 
se nanašajo osebni podatki.  
2. Upravljavec izvede ustrezne tehnične in organizacijske ukrepe, s katerimi zagotovi, da se 
privzeto obdelajo samo osebni podatki, ki so potrebni za vsak poseben namen obdelave. Ta 
obveznost velja za količino zbranih osebnih podatkov, obseg njihove obdelave, obdobje njihove 
hrambe in njihovo dostopnost. S takšnimi ukrepi se zagotovi zlasti, da osebni podatki niso 
samodejno dostopni nedoločenemu številu posameznikov brez posredovanja zadevnega 
posameznika.  
Upravljavec lahko za obdelavo podatkov najame obdelovalca, za katerega bi moral biti 
sposoben dokazati, da zagotavlja zadostna jamstva, predvsem glede strokovnega znanja, 
zanesljivosti in varnosti obdelave (prav tam, L119/16). ''Kadar se obdelava izvaja v imenu 
upravljavca, ta sodeluje zgolj z obdelovalci, ki zagotovijo zadostna jamstva za izvedbo 
ustreznih tehničnih in organizacijskih ukrepov na tak način, da obdelava izpolnjuje zahteve iz 
te uredbe in zagotavlja varstvo pravic posameznika, na katerega se nanašajo osebni podatki.'' 
(prav tam, Člen 28).  
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Upravljavec bi moral o dejavnostih obdelav voditi evidence, saj lahko služijo kot dokaz 
skladnosti z uredbo in jih je mogoče na zahtevo nadzornega organa izročiti v vpogled (prav 
tam). Evidenca dejavnosti obdelave mora vključevati (prav tam, Člen 30): 
(a) naziv ali ime in kontaktne podatke upravljavca in, kadar obstajajo, skupnega upravljavca, 
predstavnika upravljavca in pooblaščene osebe za varstvo podatkov;  
(b) namene obdelave;  
(c) opis kategorij posameznikov, na katere se nanašajo osebni podatki, in vrst osebnih podatkov,  
(d) kategorije uporabnikov, ki so jim bili ali jim bodo razkriti osebni podatki, vključno z 
uporabniki v tretjih državah ali mednarodnih organizacijah;  
(e) kadar je ustrezno, informacije o prenosih osebnih podatkov v tretjo državo ali mednarodno 
organizacijo, vključno z identifikacijo te tretje države ali mednarodne organizacije, v primeru 
prenosov iz drugega pododstavka člena 49(1) pa tudi dokumentacijo o ustreznih zaščitnih 
ukrepih;  
(f) kadar je mogoče, predvidene roke za izbris različnih vrst podatkov;  
(g) kadar je mogoče, splošni opis tehničnih in organizacijskih varnostnih ukrepov iz člena 32(1).  
Upravljavec je dolžan posamezniku, na katerega se nanašajo osebni podatki, v primeru da 
pridobi podatke z njegove strani, takoj ob pridobitvi podatkov zagotoviti naslednje informacije 
(prav tam, Člen 13): 
(a) identiteto in kontaktne podatke upravljavca in njegovega predstavnika, kadar ta obstaja;  
(b) kontaktne podatke pooblaščene osebe za varstvo podatkov, kadar ta obstaja;  
(c) namene, za katere se osebni podatki obdelujejo, kakor tudi pravno podlago za njihovo 
obdelavo;  
(d) kadar obdelava temelji na točki (f) člena 6(1), zakonite interese, za uveljavljanje katerih si 
prizadeva upravljavec ali tretja oseba;  
(e) uporabnike ali kategorije uporabnikov osebnih podatkov, če obstajajo;  
(f) kadar je ustrezno, dejstvo, da upravljavec namerava prenesti osebne podatke v tretjo državo 
ali mednarodno organizacijo, ter obstoj ali neobstoj sklepa Komisije o ustreznosti ali v primeru 
prenosov iz člena 46 ali 47 ali drugega pododstavka člena 49(1) sklic na ustrezne ali primerne 
zaščitne ukrepe in sredstva za pridobitev njihove kopije ali kje so na voljo.  
Poleg naštetih informacij upravljavec za zagotovitev poštene in pregledne obdelave zagotovi 
tudi naslednje informacije (prav tam):  
(a) obdobje hrambe osebnih podatkov ali, kadar to ni mogoče, merila, ki se uporabijo za 
določitev tega obdobja;  
(b) obstoj pravice, da se od upravljavca zahtevajo dostop do osebnih podatkov in popravek ali 
izbris osebnih podatkov ali omejitev obdelave v zvezi s posameznikom, na katerega se nanašajo 
osebni podatki, ali obstoj pravice do ugovora obdelavi in pravice do prenosljivosti podatkov;  
(c) kadar obdelava temelji na točki (a) člena 6(1) ali točki (a) člena 9(2), obstoj pravice, da se 
lahko privolitev kadar koli prekliče, ne da bi to vplivalo na zakonitost obdelave podatkov, ki se 
je na podlagi privolitve izvajala do njenega preklica;  
(d) pravico do vložitve pritožbe pri nadzornem organu;  
(e) ali je zagotovitev osebnih podatkov statutarna ali pogodbena obveznost ali pa obveznost, ki 
je potrebna za sklenitev pogodbe, ter ali mora posameznik, na katerega se nanašajo osebni 
podatki, zagotoviti osebne podatke ter kakšne so morebitne posledice, če se taki podatki ne 
zagotovijo, in  
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(f) obstoj avtomatiziranega sprejemanja odločitev, vključno z oblikovanjem profilov iz člena 
22(1) in (4), ter vsaj v takih primerih smiselne informacije o razlogih zanj, kot tudi pomen in 
predvidene posledice take obdelave za posameznika, na katerega se nanašajo osebni podatki.  
V primeru, da osebni podatki niso pridobljeni s strani posameznika, na katerega se osebni 
podatki nanašajo, upravljavec zagotovi naslednje informacije (prav tam, Člen 14): 
(a) istovetnost in kontaktne podatke upravljavca in njegovega predstavnika, kadar ta obstaja;  
(b) kontaktne podatke pooblaščene osebe za varstvo podatkov, kadar ta obstaja;  
(c) namene, za katere se osebni podatki obdelujejo, kakor tudi pravno podlago za njihovo 
obdelavo;  
(d) vrste zadevnih osebnih podatkov;  
(e) uporabnike ali kategorije uporabnikov osebnih podatkov, kadar obstajajo;  
(f) kadar je ustrezno, informacije o tem, da namerava upravljavec prenesti osebne podatke 
uporabniku v tretji državi ali mednarodni organizaciji, ter o obstoju ali neobstoju sklepa 
Komisije o ustreznosti ali v primeru prenosov iz člena 46 ali 47 ali drugega pododstavka člena 
49(1) sklic na ustrezne ali primerne zaščitne ukrepe in sredstva za pridobitev njihove kopije ali 
kje so na voljo.  
Poleg naštetih informacij upravljavec za zagotovitev poštene in pregledne obdelave zagotovi 
tudi naslednje informacije (prav tam):  
(a) obdobje hrambe osebnih podatkov ali, če to ni mogoče, merila, ki se uporabijo za določitev 
tega obdobja;  
(b) kadar obdelava temelji na točki (f) člena 6(1), zakonite interese, za uveljavljanje katerih si 
prizadeva upravljavec ali tretja oseba;  
(c) obstoj pravice, da se od upravljavca zahtevajo dostop do osebnih podatkov in popravek ali 
izbris osebnih podatkov ali omejitev obdelave v zvezi s posameznikom, na katerega se nanašajo 
osebni podatki, in obstoj pravice do ugovora obdelavi ter pravice do prenosljivosti podatkov; 
 (d) kadar obdelava temelji na točki (a) člena 6(1) ali točki (a) člena 9(2), obstoj pravice, da se 
lahko privolitev kadar koli prekliče, ne da bi to vplivalo na zakonitost obdelave podatkov, ki se 
je na podlagi privolitve izvajala do njenega preklica;  
(e) pravico do vložitve pritožbe pri nadzornem organu;  
(f) od kje izvirajo osebni podatki in po potrebi, ali izvirajo iz javno dostopnih virov, in  
(g) obstoj avtomatiziranega sprejemanja odločitev, vključno z oblikovanjem profilov iz člena 
22(1) in (4), ter vsaj v takih primerih smiselne informacije o razlogih zanj, kot tudi pomen in 
predvidene posledice take obdelave za posameznika, na katerega se nanašajo osebni podatki.  
Upravljavec zgoraj naštete informacije zagotovi najpozneje v enem mesecu in posameznika, na 
katerega se nanašajo osebni podatki, obvesti tudi o morebitnem razkritju podatkov drugemu 
uporabniku ter o morebitni nadaljnji obdelavi podatkov za namene, ki se razlikujejo od tistih, 
zaradi katerih so bili zbrani (prav tam). 
Upravljavec je odgovoren za uporabo ustreznih tehničnih in organizacijskih ukrepov, preko 
katerih skrbi za zagotavljanje in zmožnost dokazovanja, da obdelava poteka skladno z uredbo 
(prav tam, Člen 24). Poleg odgovornosti upravljavca se veliko pozornost v uredbi daje varnosti 
obdelave, ki jo lahko upravljavci zagotavljajo na različne načine (prav tam, Člen 32): 
1. Ob upoštevanju najnovejšega tehnološkega razvoja in stroškov izvajanja ter narave, obsega, 
okoliščin in namenov obdelave, pa tudi tveganj za pravice in svoboščine posameznikov, ki se 
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razlikujejo po verjetnosti in resnosti, upravljavec in obdelovalec z izvajanjem ustreznih 
tehničnih in organizacijskimi ukrepov zagotovita ustrezno raven varnosti glede na tveganje, 
vključno med drugim z naslednjimi ukrepi, kot je ustrezno:  
(a) psevdonimizacijo in šifriranjem osebnih podatkov;  
(b) zmožnostjo zagotoviti stalno zaupnost, celovitost, dostopnost in odpornost sistemov in 
storitev za obdelavo;  
(c) zmožnostjo pravočasno povrniti razpoložljivost in dostop do osebnih podatkov v primeru 
fizičnega ali tehničnega incidenta;  
(d) postopkom rednega testiranja, ocenjevanja in vrednotenja učinkovitosti tehničnih in 
organizacijskih ukrepov za zagotavljanje varnostni obdelave.   
2. Pri določanju ustrezne ravni varnosti se upoštevajo zlasti tveganja, ki jih pomeni obdelava, 
zlasti zaradi nenamernega ali nezakonitega uničenja, izgube, spremembe, nepooblaščenega 
razkritja ali dostopa do osebnih podatkov, ki so poslani, shranjeni ali kako drugače obdelani.  
/…/ 
4.Upravljavec in obdelovalec zagotovita, da katera koli fizična oseba, ki ukrepa pod vodstvom 
upravljavca ali obdelovalca, ki ima dostop do osebnih podatkov, slednjih ne sme obdelati brez 
navodil upravljavca, razen če to od nje zahteva pravo Unije ali pravo države članice.  
Kadar se upravljavec zaveda, da lahko vrsta obdelave predstavlja veliko tveganje za pravice in 
svoboščine posameznikov, mora pred pričetkom obdelave pripraviti oceno tveganja (prav tam, 
Člen 35).  
1. Kadar je možno, da bi lahko vrsta obdelave, zlasti z uporabo novih tehnologij, ob upoštevanju 
narave, obsega, okoliščin in namenov obdelave povzročila veliko tveganje za pravice in 
svoboščine posameznikov, upravljavec pred obdelavo opravi oceno učinka predvidenih dejanj 
obdelave na varstvo osebnih podatkov. V eni oceni je lahko obravnavan niz podobnih dejanj 
obdelave, ki predstavljajo podobna velika tveganja. 
Parlament in Svet opozarjata tudi na možne posledice, do katerih lahko pride, kadar se kršitve 
varstva osebnih podatkov ne obravnava ustrezno in pravočasno. Omenjena situacija lahko 
''zadevnim posameznikom povzroči fizično, premoženjsko ali nepremoženjsko škodo, kot je 
izguba nadzora nad njihovimi osebnimi podatki ali omejitev njihovih pravic, diskriminacija, 
kraja ali zloraba identitete, finančna izguba, neodobrena reverzija psevdonimizacije, okrnitev 
ugleda, izguba zaupnosti osebnih podatkov, zaščitenih s poklicno skrivnostjo, ali katerakoli 
druga znatna gospodarska ali socialna škoda.'' (prav tam, L119/16). Upravljavec je v takih 
primerih primoran o kršitvi obvestiti nadzorni organ (prav tam, Člen 33): ''V primeru kršitve 
varstva osebnih podatkov upravljavec brez nepotrebnega odlašanja, po možnosti pa najpozneje 
v 72 urah po seznanitvi s kršitvijo, o njej uradno obvesti pristojni nadzorni organ v skladu s 
členom 55, razen če ni verjetno, da bi bile s kršitvijo varstva osebnih podatkov ogrožene pravice 
in svoboščine posameznikov. Kadar uradno obvestilo nadzornemu organu ni podano v 72 urah, 
se mu priloži navedbo razlogov za zamudo.'' V primeru kršitve varstva osebnih podatkov je o 
tem potrebno obvestiti tudi posameznike, na katere se nanašajo osebni podatki (prav tam, Člen 
34): ''Kadar je verjetno, da kršitev varstva osebnih podatkov povzroči veliko tveganje za pravice 
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in svoboščine posameznikov, upravljavec brez nepotrebnega odlašanja sporoči posamezniku, 
na katerega se nanašajo osebni podatki, da je prišlo do kršitve varstva osebnih podatkov.'' 
V primeru, da kršitev varstva osebnih podatkov povzroči posamezniku škodo, je upravljavec 
ali obdelovalec primoran plačati odškodnino (prav tam, Člen 82). 
1. Vsak posameznik, ki je utrpel premoženjsko ali nepremoženjsko škodo kot posledico kršitve 
te uredbe, ima pravico, da od upravljavca ali obdelovalca dobi odškodnino za nastalo škodo.  
2. Vsak upravljavec, vključen v obdelavo, je odgovoren za škodo, ki jo povzroči obdelava, ki 
krši to uredbo. Obdelovalec je odgovoren za škodo, ki jo povzroči obdelava le, kadar ne 
izpolnjuje obveznosti iz te uredbe, ki so posebej naslovljene na obdelovalce, ali kadar je 
prekoračil zakonita navodila upravljavca ali ravnal v nasprotju z njimi.  
3. Upravljavec ali obdelovalec je izvzet od odgovornosti iz odstavka 2, če dokaže, da v nobenem 
primeru ni odgovoren za dogodek, ki povzroči škodo.  
4. Kadar so v isto obdelavo vključeni več kot en upravljavec ali obdelovalec ali sta vključena 
oba, upravljavec in obdelovalec in kadar so ti na podlagi odstavkov 2 in 3 odgovorni za katero 
koli škodo, nastalo zaradi obdelave, je vsak upravljavec ali obdelovalec odgovoren za celotno 
škodo, da se zagotovi, da posameznik, na katerega se nanašajo osebni podatki, prejme 
učinkovito odškodnino.   
5. Kadar je upravljavec ali obdelovalec v skladu z odstavkom 4 plačal celotno odškodnino za 
nastalo škodo, je ta upravljavec ali obdelovalec upravičen, da od drugih upravljavcev ali 
obdelovalcev, vključenih v isto obdelavo, zahteva povračilo tistega dela odškodnine, ki ustreza 
njihovemu delu odgovornosti za škodo v skladu s pogoji iz odstavka 2. 
Ob kršitvah te uredbe se glede na okoliščine naložijo upravne globe. Višina globe se določi 
glede na to, katere odločbe te uredbe so bile kršene in lahko znaša med 10.000.000 EUR in 
20.000.000 EUR oz. med 2 % in 4 % skupnega svetovnega letnega prometa v preteklem 
proračunskem letu, odvisno od tega, kateri znesek je višji (prav tam, Člen 83). 
2.2.4 Vpliv Splošne uredbe o varstvu podatkov na posameznike, na katere se nanašajo 
osebni podatki  
Splošna uredba o varstvu podatkov v ospredje postavlja posameznikovo lastništvo nad 
osebnimi podatki in bolj uporabniško usmerjene sisteme (De Hert, Papakonstantinou, Malgieri, 
Beslay in Sanchez, 2018. str. 201). Izmed vseh pravic posameznikov De Hert in drugi kot eno 
izmed pomembnejših novosti izpostavljajo prenosljivost podatkov, saj posamezniku omogoča 
uživanje v nematerialnem bogastvu njegovih osebnih podatkov in nadzor nad lastnimi podatki 
(prav tam, str. 193), prav tako pa prenosljivost omogoča podjetjem in potrošnikom 
maksimiziranje koristi masovnih podatkov (ang. big data) na bolj uravnotežen in transparenten 
način (prav tam, str. 195 in 200), obenem pa zmanjšuje tržno dominantnost podjetij (Burri in 
Schär, 2016, str. 491). 
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Parlament in Svet z uredbo opozarjata, da bi bilo potrebno od samega zbiranja osebnih podatkov 
dalje posameznika, na katerega se nanašajo osebni podatki, obvestiti o obdelavi ter ga obvestiti 
o zakonitem razkritju podatkov drugemu uporabniku, ko pride do prvega razkritja. Prav tako bi 
bilo potrebno obvestiti posameznika, na katerega se nanašajo osebni podatki, kadar ima 
upravljavec namen ''obdelovati osebne podatke za namen, ki ni namen, za katerega so bili 
zbrani.'' (Uredba (EU) 2016/679, 2016, L119/12). 
Vsak posameznik, katerega podatki se obdelujejo, bi moral imeti pravico do dostopanja do 
podatkov, popravka njegovih osebnih podatkov, pravico do izbrisa oziroma pozabe, kadar se s 
hrambo podatkov krši uredbo ali pravo držav članic, kjer deluje upravljavec (prav tam, 
L119/13). 
Pravica dostopa posameznika do osebnih podatkov, ki se nanašajo nanj, zajema pravico do 
seznanitve s podatkom, ali se posameznikovi osebni podatki obdelujejo, ter omogočanja 
dostopa do teh podatkov (prav tam, Člen 15). 
1. Posameznik, na katerega se nanašajo osebni podatki, ima pravico od upravljavca dobiti 
potrditev, ali se v zvezi z njim obdelujejo osebni podatki, in kadar je temu tako, dostop do 
osebnih podatkov in naslednje informacije: (a) namene obdelave; (b) vrste zadevnih osebnih 
podatkov; (c) uporabnike ali kategorije uporabnika, ki so jim bili ali jim bodo razkriti osebni 
podatki, zlasti uporabnike v tretjih državah ali mednarodnih organizacijah; (d) kadar je mogoče, 
predvideno obdobje hrambe osebnih podatkov ali, če to ni mogoče, merila, ki se uporabijo za 
določitev tega obdobja; (e) obstoj pravice, da se od upravljavca zahteva popravek ali izbris 
osebnih podatkov ali omejitev obdelave osebnih podatkov v zvezi s posameznikom, na katerega 
se nanašajo osebni podatki, ali obstoj pravice do ugovora taki obdelavi; (f) pravico do vložitve 
pritožbe pri nadzornem organu; (g) kadar osebni podatki niso zbrani pri posamezniku, na 
katerega se ti nanašajo, vse razpoložljive informacije v zvezi z njihovim virom; (h) obstoj 
avtomatiziranega sprejemanja odločitev, vključno z oblikovanjem profilov iz člena 22(1) in (4), 
ter vsaj v takih primerih smiselne informacije o razlogih zanj, kot tudi pomen in predvidene 
posledice take obdelave za posameznika, na katerega se nanašajo osebni podatki.  
2. Kadar se osebni podatki prenesejo v tretjo državo ali mednarodno organizacijo, ima 
posameznik, na katerega se nanašajo osebni podatki, pravico biti obveščen o ustreznih zaščitnih 
ukrepih v skladu s členom 46 v zvezi s prenosom.  
3. Upravljavec zagotovi kopijo osebnih podatkov, ki se obdelujejo. Za dodatne kopije, ki jih 
zahteva posameznik, na katerega se nanašajo osebni podatki, lahko upravljavec zaračuna 
razumno pristojbino ob upoštevanju upravnih stroškov. Kadar posameznik, na katerega se 
nanašajo osebni podatki, zahtevo predloži z elektronskimi sredstvi, in če posameznik, na 
katerega se nanašajo osebni podatki, ne zahteva drugače, se informacije zagotovijo v elektronski 
obliki, ki je splošno uporabljana.  
4. Pravica do pridobitve kopije iz odstavka 3 ne vpliva negativno na pravice in svoboščine 
drugih. 
Vsak posameznik ima s pravico do popravka možnost zahtevati, da se popravijo netočni podatki 
v zvezi z njim in v primeru pomanjkljivosti tudi dopolnijo. ''Posameznik, na katerega se 
nanašajo osebni podatki, ima pravico doseči, da upravljavec brez nepotrebnega odlašanja 
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popravi netočne osebne podatke v zvezi z njim. Posameznik, na katerega se nanašajo osebni 
podatki, ima ob upoštevanju namenov obdelave pravico do dopolnitve nepopolnih osebnih 
podatkov, vključno s predložitvijo dopolnilne izjave.'' (prav tam, Člen 16) 
Z namenom dodatne okrepitve nadzora posameznikov nad lastnimi podatki, kadar so le-ti 
obdelovani z avtomatskimi sredstvi, bi moralo biti posamezniku omogočeno, da svoje osebne 
podatke, ki so bili z njegove strani posredovani upravljavcu, prejme in jih ima možnost 
posredovati drugemu upravljavcu (prav tam, L119/13). Natančneje je pravica do prenosljivosti  
zajeta v Členu 20 (prav tam).  
1. Posameznik, na katerega se nanašajo osebni podatki, ima pravico, da prejme osebne podatke 
v zvezi z njim, ki jih je posedoval upravljavcu, v strukturirani, splošno uporabljani in strojno 
berljivi obliki, in pravico, da te podatke posreduje drugemu upravljavcu, ne da bi ga upravljavec, 
ki so mu bili osebni podatki zagotovljeni, pri tem oviral, kadar:  
(a) obdelava temelji na privolitvi v skladu s točko (a) člena 6(1) ali točko (a) člena 9(2) ali na 
pogodbi v skladu s točko (b) člena 6(1), in 
 (b) se obdelava izvaja z avtomatiziranimi sredstvi.  
2. Pri uresničevanju pravice do prenosljivosti podatkov v skladu z odstavkom 1 ima posameznik, 
na katerega se nanašajo osebni podatki, pravico, da se osebni podatki neposredno prenesejo od 
enega upravljavca k drugemu, kadar je to tehnično izvedljivo.  
3. Uresničevanje pravice iz odstavka 1 tega člena ne posega v člen 17. Ta pravica se ne uporablja 
za obdelavo, potrebno za opravljanje naloge, ki se izvaja v javnem interesu ali pri izvajanju 
javne oblasti, dodeljene upravljavcu.  
4. Pravica iz odstavka 1 ne vpliva negativno na pravice in svoboščine drugih.  
Posameznik bi moral ne glede na to, da se podatki obdelujejo zakonito, torej v primeru izvajanja 
naloge v javnem interesu, pri izvajanju javne oblasti ali zaradi upravljavčevih zakonitih 
interesov, imeti možnost ugovarjati obdelavi osebnih podatkov. V takem primeru bi moral 
upravljavec dokazati, da ti zakoniti interesi prevladajo nad posameznikovimi interesi ali 
njegovimi temeljnimi pravicami in svoboščinami (prav tam, L119/13). 
V uredbi je izpostavljena tudi potreba po pravici posameznika do nasprotovanja obdelavi 
podatkov za namene neposrednega trženja (prav tam).  
Kadar se osebni podatki obdelujejo za namene neposrednega trženja, bi moral imeti posameznik, 
na katerega se nanašajo osebni podatki, pravico, da taki obdelavi, bodisi prvotni ali nadaljnji, 
vključno z oblikovanjem profila, kolikor je povezano s takšnim neposrednim trženjem, kadar 
koli in brezplačno ugovarja. Posameznika, na katerega se nanašajo osebni podatki, bi bilo treba 
na to pravico izrecno opozoriti ter jo predstaviti jasno in ločeno od katerih koli drugih 
informacij.  
Znotraj uredbe je področje neposrednega trženja zajeto še pri pravici do ugovora (prav tam, 
Člen 21).  
1. Posameznik, na katerega se nanašajo osebni podatki, ima na podlagi razlogov, povezanih z 
njegovim posebnim položajem, pravico, da kadar koli ugovarja obdelavi osebnih podatkov v 
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zvezi z njim, ki temelji na točki (e) ali (f) člena 6(1), vključno z oblikovanjem profilov na 
podlagi teh določb. Upravljavec preneha obdelovati osebne podatke, razen če dokaže nujne 
legitimne razloge za obdelavo, ki prevladajo nad interesi, pravicami in svoboščinami 
posameznika, na katerega se nanašajo osebni podatki, ali za uveljavljanje, izvajanje ali obrambo 
pravnih zahtevkov. 
2. Kadar se osebni podatki obdelujejo za namene neposrednega trženja, ima posameznik, na 
katerega se nanašajo osebni podatki, pravico, da kadar koli ugovarja obdelavi osebnih podatkov 
v zvezi z njim za namene takega trženja, vključno z oblikovanjem profilov, kolikor je povezano 
s takim neposrednim trženjem.  
3. Kadar posameznik, na katerega se nanašajo osebni podatki, ugovarja obdelavi za namene 
neposrednega trženja, se osebni podatki ne obdelujejo več v te namene. 
Kot že omenjeno (podpoglavje 2.2.2), mnogi avtorji v svojih člankih izpostavljajo pravico do 
izbrisa kot najpomembnejšo komponento med pravicami posameznikov, na katere se nanašajo 
osebni podatki. V uredbi so jasno navedeni pogoji, ki morajo veljati, kadar želi posameznik od 
upravljavca zahtevati izbris podatkov, ki se nanašajo nanj (prav tam, Člen 17).  
1. Posameznik, na katerega se nanašajo osebni podatki, ima pravico doseči, da upravljavec brez 
nepotrebnega odlašanja izbriše osebne podatke v zvezi z njim, upravljavec pa ima obveznost 
osebne podatke brez nepotrebnega odlašanja izbrisati, kadar velja eden od naslednjih razlogov:  
(a) osebni podatki niso več potrebni v namene, za katere so bili zbrani ali kako drugače obdelani.  
(b) posameznik, na katerega se nanašajo osebni podatki, prekliče privolitev, na podlagi katere 
poteka obdelava v skladu s točko (a) člena 6(1) ali točko (a) člena 9(2), in kadar za obdelavo ne 
obstaja nobena druga pravna podlaga;  
(c) posameznik, na katerega se nanašajo osebni podatki, obdelavi ugovarja v skladu s členom 
21(1), za njihovo obdelavo pa ne obstajajo nobeni prevladujoči zakoniti razlogi, ali pa 
posameznik, na katerega se nanašajo osebni podatki, obdelavi ugovarja v skladu s členom 21(2);  
(d) osebni podatki so bili obdelani nezakonito;  
(e) osebne podatke je treba izbrisati za izpolnitev pravne obveznosti v skladu s pravom Unije 
ali pravom države članice, ki velja za upravljavca;  
(f) osebni podatki so bili zbrani v zvezi s ponudbo storitev informacijske družbe iz člena 8(1).  
2. Kadar upravljavec objavi osebne podatke in je v skladu z odstavkom 1 osebne podatke 
obvezan izbrisati, ob upoštevanju razpoložljive tehnologije in stroškov izvajanja sprejme 
razumne ukrepe, vključno s tehničnimi, da upravljavce, ki obdelujejo osebne podatke, obvesti, 
da posameznik, na katerega se nanašajo osebni podatki, od njih zahteva, naj izbrišejo morebitne 
povezave do teh osebnih podatkov ali njihove kopije.  
3. Odstavka 1 in 2 se ne uporabljata, če je obdelava potrebna:  
(a) za uresničevanje pravice do svobode izražanja in obveščanja;  
(b) za izpolnjevanje pravne obveznosti obdelave na podlagi prava Unije ali prava države članice, 
ki velja za upravljavca, ali za izvajanje naloge v javnem interesu ali pri izvajanju javne oblasti, 
ki je bila dodeljena upravljavcu;  
(c) iz razlogov javnega interesa na področju javnega zdravja v skladu s točkama (h) in (i) člena 
9(2) ter členom 9(3);  
(d) za namene arhiviranja v javnem interesu, za znanstveno- ali zgodovinskoraziskovalne 
namene ali statistične namene v skladu s členom 89(1), kolikor bi pravica iz odstavka 1 lahko 
onemogočila ali resno ovirala uresničevanje namenov te obdelave, ali (e) za uveljavljanje, 
izvajanje ali obrambo pravnih zahtevkov.  
Posameznik, na katerega se nanašajo osebni podatki, ima tudi pravico do omejitve obdelave, ki 
pa je tako kot pravica do izbrisa pogojena z več različnimi primeri (prav tam, Člen 18).  
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1. Posameznik, na katerega se nanašajo osebni podatki, ima pravico doseči, da upravljavec omeji 
obdelavo, kadar velja en od naslednjih primerov:  
(a) posameznik, na katerega se nanašajo osebni podatki, oporeka točnosti podatkov, in sicer za 
obdobje, ki upravljavcu omogoča preveriti točnost osebnih podatkov;  
(b) je obdelava nezakonita in posameznik, na katerega se nanašajo osebni podatki, nasprotuje 
izbrisu osebnih podatkov ter namesto tega zahteva omejitev njihove uporabe;  
(c) upravljavec osebnih podatkov ne potrebuje več za namene obdelave, temveč jih posameznik, 
na katerega se nanašajo osebni podatki, potrebuje za uveljavljanje, izvajanje ali obrambo 
pravnih zahtevkov;  
(d) je posameznik, na katerega se nanašajo osebni podatki, vložil ugovor v zvezi z obdelavo v 
skladu s členom 21(1), dokler se ne preveri, ali zakoniti razlogi upravljavca prevladajo nad 
razlogi posameznika, na katerega se nanašajo osebni podatki.  
2. Kadar je bila obdelava osebnih podatkov omejena v skladu z odstavkom 1, se taki osebni 
podatki z izjemo njihovega shranjevanja obdelujejo le s privolitvijo posameznika, na katerega 
se ti nanašajo, ali za uveljavljanje, izvajanje ali obrambo pravnih zahtevkov ali zaradi varstva 





3 VPLIV SPLOŠNE UREDBE O VARSTVU PODATKOV: RAZISKAVA MED 
ORGANIZACIJAMI  
 
3.1 Raziskovalna vprašanja 
Vsa podjetja v Sloveniji so morala najkasneje do 25. maja 2018 prilagoditi način, na katerega 
zbirajo, shranjujejo in obdelujejo osebne podatke. Splošna uredba o varstvu podatkov 
predstavlja za podjetja poenostavitev zakonodajnega okolja (Zerlang, 2017, str. 8), omogoča 
večje zaupanje s strani strank (Goddard, 2017, str. 97), kar posledično pomeni tudi 
preprečevanje izgube strank (Dewar, 2017, str. 97), in organizacijam omogoča prost pretok 
podatkov med državami (Uredba (EU) 2016/679, 2016, Člen 51).  
RV1: Kako organizacije ocenjujejo Splošno uredbo o varstvu podatkov? 
Splošna uredba o varstvu podatkov podjetjem narekuje, kako morajo zbirati, obdelovati in 
shranjevati osebne podatke posameznikov (Goddard, 2017, str. 703). V njej je natančno 
zapisana njihova odgovornost, spodbuja pa tudi zagotovitve načinov, na katere bi posameznik, 
na katerega se nanašajo osebni podatki, lažje uresničeval svoje pravice (Uredba (EU) 2016/679, 
2016, L119/8). Za podjetja to pomeni prilagoditev in sprejem ustreznih tehničnih in 
organizacijskih ukrepov (prav tam, L119/15). 
RV2: Kako je sprejem Splošne uredbe o varstvu podatkov vplival na organizacije (na 
delovne procese, delovna mesta, način poslovanja)? 
 
3.2 Metoda raziskovanja 
Vpliv Splošne uredbe o varstvu podatkov na podjetja sem raziskovala s pomočjo pol 
strukturiranih intervjujev, pri katerih so nekatera vprašanja postavljena vnaprej, druga pa 
raziskovalec postavlja sproti in jih prilagaja odgovorom sogovornika (Galleta, 2013, str. 24). 
Za to vrsto intervjuja sem se odločila, ker dopušča, da v njem naslovimo specifične teme 
fenomena, ki ga raziskujemo, in hkrati pušča prostor sogovornikom, da prispevajo nove pomene 
in vpoglede (prav tam). 
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Vprašanja sem oblikovala s pomočjo predelane strokovne literature in zastavljenih 
raziskovalnih vprašanj ter jih razdelila na 4 tematska področja, ki so podrobneje predstavljena 
v Tabeli 3.1.  
Tabela 3.1: Tematska področja in vprašanja za intervju 
Tematska področja Vprašanja 
UREDITEV VARSTVA OSEBNIH 
PODATKOV PRED SPLOŠNO UREDBO 
O VARSTVU PODATKOV 
1. Kako je bilo področje varovanja osebnih 
podatkov v vaši organizaciji urejeno pred 
sprejetjem Splošne uredbe o varstvu 
podatkov? 
PRIPRAVA NA IMPLEMENTACIJO 
2. Kako ste se pripravili na implementacijo 
uredbe v vaši organizaciji? 
3. Prosila bi vas, da opišete postopek 
implementacije uredbe v vaši organizaciji. 
4. Ste poleg določil v uredbi sprejeli tudi 
dodatne kodekse ravnanja, regulative? 
VPLIV SPLOŠNE UREDBE O VARSTVU 
PODATKOV 
5. Kakšen vpliv je imela implementacija 
Splošne uredbe o varstvu podatkov na vašo 
organizacijo (zaposlene)? 
6. Kakšen vpliv je imela implementacija 
Splošne uredbe o varstvu podatkov na vaš 
odnos s posamezniki, katerih podatke 
obdelujete, zunaj vaše organizacije (npr. 
manjše/večje zaupanje, manjše/večje 
povpraševanje ipd.)? 
OCENA UREDBE 
7. Kako ocenjujete Splošno uredbo o varstvu 
podatkov? 
8. Kako ocenjujete sprejetje Splošne uredbe 
o varstvu podatkov s strani Slovenije (s 
političnega vidika)? 
9. Ali menite, da je bila Splošna uredba o 
varstvu podatkov potrebna? 
10. Ali menite, da bo Splošna uredba o 
varstvu podatkov dolgoročno lahko v uporabi 




3.3 Vzorčenje in zbiranje podatkov 
Vzorec podjetij je zajemal podjetja, locirana v Sloveniji (saj se moja raziskava nanaša na 
raziskovanje vpliva v naši državi), izbrala pa sem jih na podlagi kriterija velikosti podjetja. 
Odločila sem se, da se osredotočim na velika in srednja podjetja glede na število zaposlenih 
(Priporočilo Komisije o opredelitvi mikro, majhnih in srednje velikih podjetij 2003/361/ES, 
2003, Člen 2), saj sem sklepala, da je bila zaradi večjih baz osebnih podatkov implementacija 
Splošne uredbe o varstvu podatkov bolj kompleksna kot v majhnih in mikro podjetjih. Intervju 
sem želela opraviti z osebami, ki so v organizacijah skrbele za implementacijo Splošne uredbe 
o varstvu podatkov, saj sem predvidela, da so z uredbo in s koraki implementacije uredbe v 
podjetje seznanjene dovolj, da bodo lahko odgovarjale na moja vprašanja, ki so se nanašala na 
oceno uredbe, oceno vpliva uredbe in na področje varstva osebnih podatkov. 
Prošnjo za sodelovanje v raziskavi sem za začetek posredovala na 6 velikih in 1 srednje veliko 
organizacijo. Kontaktirala sem kadrovske in pravne službe in prosila za kontakt osebe, ki je v 
njihovi organizaciji skrbela za implementacijo Splošne uredbe o varstvu podatkov. Prošnje sem 
posredovala v juliju in avgustu 2018 preko družabnega omrežja LinkedIn in iz svojega 
osebnega e-poštnega naslova. Odzvalo se je 6 organizacij, od tega 5 s pozitivnim odgovorom 
(4 velike organizacije in 1 srednje velika organizacija), 1 pa z negativnim, saj so bili njihovi 
zaposleni polno zasedeni zaradi projektov v teku. 1 organizacija se ni odzvala. Zaradi 
zagotavljanja anonimnosti organizacij v nadaljevanju navajam le standardno kvalifikacijo 
dejavnosti (''Bizi.si'', b.d.), v katerih sem opravila intervjuje: trgovina na drobno v 
specializiranih prodajalnah z avdio in video napravami; spremljajoče storitvene dejavnosti v 
kopenskem prometu; trgovina na debelo z drugimi napravami in opremo; visokošolsko 
izobraževanje; računalniško programiranje. Moji sogovornice (3) in sogovornika (2) so v 
organizacijah opravljali funkcijo pomočnika tajnika za pravne zadeve, specialista področja, 
pravnega svetovalca, kadrovske direktorice in vodje pravne službe.  
Po prejemu primernih kontaktov je moja komunikacija potekala s posamezniki, ki so bili 
kasneje moji intervjuvanci. Štirje intervjuji so bili opravljeni v prvi polovici septembra 2018, 
eden pa že avgusta. S 4 osebami sem opravila pol strukturiran intervju, ki je v povprečju trajal 
30 minut, 1 oseba pa mi je odgovore na moja vprašanja posredovala v pisni obliki, saj se zaradi 





Po opravljenih intervjujih sem za vsakega posebej pripravila transkript, ki je bil nujen za vrsto 
analize, s katero sem se odločila analizirati besedila (Braun in Clarke, 2006, str. 19). S pomočjo 
tematske analize sem analizirala opravljene intervjuje z osebami, ki so v svojih organizacijah 
skrbele za implementacijo Splošne uredbe o varstvu osebnih podatkov. Uporabila sem 
teoretični pristop, ki ga Braun in Clarke (prav tam, str. 16) označujeta kot pristop, pri katerem 
se pred samo analizo seznanimo z literaturo s področja, ki ga raziskujemo. Ker sem intervjuje 
opravila sama, sem že med izvedbo posameznega intervjuja preko odgovorov posameznikov 
dobila prve ideje o kasnejši analizi in razvrščanju podatkov. Preko intervjuvanja in večkratnega 
branja odgovorov intervjuvancev sem se dobro seznanila z vsebino, kar je bistveno za 
nadaljevanje analize (prav tam). Naslednji korak je predstavljal začetno tematsko kodiranje, s 
pomočjo katerega v besedilu iščemo kode – značilnosti podatkov, ki so zanimive za 
raziskovalca in področje raziskovanja (prav tam, str. 20). Kodiranja sem se lotila ročno – pri 
označevanju zanimivih delov besedila sem si pomagala z barvnimi označevalci in zapiski ob 
strani besedila. Oblikovala sem tudi seznam kod z definicijami, da sem ob kasnejšem 
pregledovanju kod prepoznala pomen posamezne kode in zabeležila, kje v besedilu se nahaja. 
Po potrebi sem se vračala nazaj v intervjuje, določene kode popravila ali prilagodila. Ko sem 
imela oblikovan končni seznam kod, sem se lotila združevanja opisnih kod v nadrejene pojme. 
Zapisane pojme sem s pomočjo tematskega zemljevida razvrščala v teme in podteme. Končni 
seznam predstavljam v Tabeli 3.2. 
Tabela 3.2: Teme in podteme  
Tema Podtema 
OCENA UREDBE 
1. Splošna uredba o varstvu podatkov vs. Zakon 
o varstvu osebnih podatkov ZVOP-1 
2. Potrebnost uredbe 
3. Negativna plat uredbe 
4. Splošna uredba o varstvu podatkov vs. 
tehnološki napredek 
DELOVANJE PODJETJA 
1. Podjetja pred Splošno uredbo o varstvu 
podatkov 
2. Komuniciranje 
3. Podpora organizacijam 
ZAZNANE POSLEDICE UREDBE 
1. Vpliv znotraj in zunaj organizacije 







2. Primerjava s tujino 
 
3.5 Rezultati  
Po opravljeni tematski analizi intervjujev so se oblikovale 4 prevladujoče teme: ocena uredbe, 
delovanje podjetja, zaznane posledice uredbe in (ne)pripravljenost Slovenije. V 
nadaljevanju predstavljamo vsako posamezno temo skozi njene podteme. 
3.5.1 Ocena uredbe 
3.5.1.1 Splošna uredba o varstvu podatkov vs. Zakon o varstvu podatkov ZVOP-1 
Pred Splošno uredbo o varstvu podatkov je področje varstva osebnih podatkov dobro urejal 
Zakon o varstvu podatkov ZVOP-1, ki je bil v primerjavi z zakoni s tega področja v drugih 
državah bolj strikten, a tudi dovolj napreden.  
 ''Naše mnenje je, da je bil ZVOP-1 že zelo smiseln in dober predpis, ki je posameznikom že 
zagotavljal visoko stopnjo varnosti.'' (Intervjuvanka 3, 2018, 7. september)1. 
''Zdi se mi, da je bil naš ZVOP-1 dovolj napreden. Nekih res ogromnih razlik niti ne vidim.'' 
(Intervjuvanka 4, 2018, 10. september)2. 
''/…/ V Sloveniji smo imeli to srečo ali pa nesrečo, kakor si je kdo razlagal, da je bil že prejšnji 
zakon oziroma še trenutno veljaven precej strog, veliko bolj, kot bi mogel biti. Lahko bi bil 
veliko milejši.'' (Intervjuvanec 5, 2018, 12. september)3. 
Večjih razlik med Zakonom o varstvu podatkov ZVOP-1 in Splošno uredbo o varstvu podatkov 
ni zaznati. Na novo uredbo se gleda bolj kot na nadgradnjo, morda na določenih mestih bolj 
specifično zapisane člene ter kot na sredstvo za osveščanje posameznikov o področju varstva 
podatkov. 
                                                          
1 Zapis intervjuja je v obliki surovih podatkov na voljo pri avtorici. 
2 Zapis intervjuja je v obliki surovih podatkov na voljo pri avtorici. 
3 Zapis intervjuja je v obliki surovih podatkov na voljo pri avtorici. 
37 
 
''Se mi zdi, da je GDPR4 samo manjša formalna, oblikovna sprememba. /…/ Meni se zdi, da je 
morda uredba le neka nadgradnja, ne zdi pa se mi to neka revolucija. Je pa korak naprej.'' 
(Intervjuvanec 5, 2018, 12. september). 
''Ne, mislim, da ni bilo drastične spremembe. Je pa na področju osveščanja zagotovo večji 
korak, kar je pa pravzaprav tudi namen, da znamo varovat svoje osebne podatke in posledično 
tudi podatke drugih.'' (Intervjuvanka 2, 2018, 4. september)5. 
3.5.1.2 Potrebnost uredbe 
Splošna uredba o varstvu podatkov se ocenjuje kot potrebna iz več razlogov. Med njimi je 
sigurno dejstvo, da je bilo potrebno poenotiti področje varstva osebnih podatkov, kar omogoča 
lažje poslovanje s tujino, kar omenja tudi sogovornica (Intervjuvanka 2, prav tam). 
Mislim, da je v redu, da je to poenoteno. /…/ je v redu, da imamo enotna, krovna pravila 
ravnanja. Sploh podjetja, ki delujemo v mednarodnem okolju, je za nas to zelo pomembno, ker 
delaš z osebnimi podatki ljudi, ki so v različnih državah. Danes skoraj ni podjetja, ki ne deluje 
globalno in je to zelo pomembno, da so pravila enaka povsod.  
''/…/ mislim, da se bodo do neke mere zadeve olajšale, vsaj kar se tiče mednarodnega 
poslovanja in iznosa podatkov v tretje države.'' (Intervjuvanec 5, prav tam). 
Podjetja je bilo potrebno opozoriti, da morajo s podatki delati skrbno, posameznike pa seznaniti 
z njihovimi pravicami. 
''Da, menimo, da je bila potrebna, saj so v tem času osebni podatki ‘‘zlata jama’‘ za vse 
organizacije, ne glede s katero dejavnostjo se ukvarjajo. Zaradi tega se osebne podatke izkorišča 
za napačne namene in je prav, da se jih zaščiti.'' (Intervjuvanka 3, 2018, 7. september).  
''Mislim, da bodo ljudje bolj pazili tako na svoje osebne podatke kot tudi podatke drugih. To 
mislim, da je bil tudi namen.'' (Intervjuvanka 2, prav tam). 
Prednost uredbe je tudi v tem, da lahko posameznik sam odloči, katera obvestila želi prejemati 
in katera ne, naloga podjetij pa je, da to spoštujejo. 
''/…/ Tudi meni osebno je všeč, da je uredba začela veljati, ker si se lahko na zelo eleganten 
način znebil spam pošte.'' (Intervjuvanka 2, 2018, 4. september). 
                                                          
4 General Data Protection Regulation, op.a. 
5 Zapis intervjuja je v obliki surovih podatkov na voljo pri avtorici. 
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Nenazadnje so pravila potrebna tudi zato, da ne ravna vsak po svoje. 
''/…/ Velikokrat pa tudi drži, da če ne bi bilo nobene ‘‘palčke’‘, ne bi nihče upošteval zakona.'' 
(Intervjuvanka 4, 2018, 10. september). 
Nekateri uredbo vidijo tudi kot orodje, s katerim so bila kaznovana večja podjetja, ki so z 
osebnimi podatki ravnala neodgovorno. 
''Sigurno je bil eden izmed ciljev uredbe kaznovat vsa ta večja podjetja, ‘‘večje igralce’‘, ker 
očitno niso imeli nobenega učinkovitejšega orodja za to, vprašanje pa je, kako se bo to v praksi 
izkazalo.'' (Intervjuvanec 5, 2018, 12. september). 
''Je pa dejstvo, da so verjetno res želeli omejiti te gigante – Facebook, Google. Se vidi, da je 
tudi pisana tako, za njih.'' (Intervjuvanec 1, 2018, 30. avgust) 6. 
Pojavlja se pomislek, da je uredba s svojimi cilji in nameni že prepozna, da bi uspela učinkovito 
urediti področje varstva podatkov, kar izpostavlja sogovornik (Intervjuvanec 5,  2018, 12. 
september). 
V osnovi verjetno osnovnega cilja, ki so ga hoteli doseči, ne bo dosegla. Je vseeno preveč široka, 
pušča preveč odprtih stvari. Je pa pač korak naprej, sigurno je korak naprej. Mogoče je moj 
pomislek bolj filozofski – glede na stanje naše družbe je mogoče prepozna. Se mi zdi, da hoče 
zelo zaščititi posameznike, ampak mogoče je deset let prepozna za to.  
3.5.1.3 Negativna plat uredbe 
S Splošno uredbo o varstvu podatkov naj bi se zakonodajo in področje varstva podatkov 
poenotilo, vendar uredba veliko stvari pušča odprtih, kar odpira vprašanje, če lahko govorimo 
o harmonizaciji. 
''Poenoteno sigurno ni – če pogledamo zakone, ki so jih države sprejele, no ... Mi smo še ena 
izmed redkih držav, ki tega ni storila ... Je že jasno, da ni poenoteno. Mogoče bi bilo bolje, da 
to niti ne bi bila uredba, ampak da bi še naprej ostala direktiva.'' (Intervjuvanec 5, prav tam). 
''Prebrala sem tudi, da seveda uredba velja za celo Evropsko unijo in je na nek način splošna, 
državam pa omogoča, da določena področja sama uredijo. Izkazalo se je, da so že tako različno 
uredili, da je vprašanje, če je to sploh kakšen plus.'' (Intervjuvanka 4, 2018, 10. september). 
                                                          
6 Zapis intervjuja je v obliki surovih podatkov na voljo pri avtorici. 
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Posledice uredbe se kažejo tudi v izgubi baz podatkov, za katere organizacije niso pridobile 
soglasja oziroma zanje niso imele pravne podlage. 
''Za kakšno službo je bilo to težko, ker so izgubili vso bazo, ki so jo imeli, ampak pač ni bilo 
podlage.'' (Intervjuvanec 1, 2018, 30. avgust). 
''Za nas ni bilo nekih večjih sprememb, zmanjšala pa se nam je ‘‘baza podatkov strank’‘, saj od 
nekaterih strank nismo pridobili privolitev, ali pa vsaj ne za vse namene obdelave podatkov 
strank.'' (Intervjuvanka 2, 2018, 4. september). 
Po eni strani je uredba prinesla lažje poslovanje preko meja, vendar ne v vseh primerih. 
Organizacije v tujini niso bile v celoti seznanjene z novo uredbo, zato je bilo potrebne več 
komunikacije, kar izpostavlja sogovornik (Intervjuvanec 1, 2018, 30. avgust). 
Potrebno je bilo več komunikacije in več birokracije, načeloma pa je šlo v redu čez. /…/ Bolj pri 
zunanjih deležnikih, pri kakšnih partnerjih, pri kakšnih podjetjih, ki sodelujemo z njimi za 
določene dejavnosti, na primer za izvajanje konferenc, oni so morda imel malo več težav. Mogli 
smo podpisat kar nekaj pogodb o obdelavi osebnih podatkov.  
3.5.1.4 Splošna uredba o varstvu podatkov vs. tehnološki napredek 
Tehnološki napredek prestavlja največji izziv dolgoročni uporabi uredbe. Nekateri celo 
primerjajo tehnološki napredek z lopovi, ki so vedno korak pred policijo (v našem primeru 
uredbo). Z roko v roki s tehnološkim napredkom gre tudi uporaba tehnologije za nepooblaščeno 
dostopanje do osebnih podatkov, s katerim se je težko boriti. 
''Razvoj gre vedno naprej in ljudje, ki imajo neprimerne namene, bodo vedno našli način, da 
bodo te svoje namene uresničili.'' (Intervjuvanka 2, 2018, 4. september). 
Boj s tehnološkim napredkom se primerja z bojem z mlini na veter (Intervjuvanec 5, 2018, 12. 
september) 
Malo se mi zdi včasih kot boj z mlini na veter – nekaj se hoče prisilno uvesti. Razumem, da hoče 
zakonodajalec zaščitit svoje državljane, ampak če pogledaš dejansko stanje, kako lahkotno se 
razpolaga z osebnimi podatki na vsakem koraku – nisem prepričan, kaj bo na področju varstva 
podatkov.  
In enako kot velja za boj z mlini na veter, naj tudi v boju s tehnološkim napredkom Splošna 
uredba o varstvu podatkov ne bi zmagala (Intervjuvanec 1, 2018, 30. avgust) 
Mislim, da bo tehnološki napredek tako hiter, da ne vem, če se bo to dalo na tak način urejat. Je 
pa fino, da se dajo neke smernice, da se ljudem pove, to lahko, to ne, ampak če bi hoteli vse uredit, 
dolgoročno gledano bo to kot boj z mlini na veter. Posodabljat bo potrebno stalno, tako da se mi 
zdi,  da bo to kar lost case.  
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''Tehnološki napredek je sigurno tako hiter, da ga s pravnimi akti ne bomo mogli ujeti. To je 
tako, kot rečemo, da so lopovi vedno en korak pred policijo. Ker pravne norme so pač abstraktne 
in ne morejo zajet vseh življenjskih situacij.'' (Intervjuvanka 4, 2018, 10. september). 
3.5.2 Delovanje podjetja 
3.5.2.1 Podjetja pred Splošno uredbo o varstvu podatkov 
Kot omenjeno je bilo oziroma je še področje varstva osebnih podatkov v Sloveniji urejeno z 
Zakonom o varstvu podatkov, v skladu s katerim so delovala tudi podjetja. Ravno poslovanje v 
skladu z veljavno zakonodajo je poskrbelo, da so bila podjetja na novo uredbo pripravljena in 
da večje spremembe niso bile potrebne. 
''/…/ tudi, ko se je začel govorit o GDPR-ju, smo vsa stara soglasja posodobil na način, ki nam 
je omogočil, da smo podatke že nekaj let pred samo uvedbo uredbe imeli stvari urejene, tako 
da nam zdaj ni bilo treba velik spreminjat oziroma na novo pisat.'' (Intervjuvanec 1, 2018, 30. 
avgust). 
''Urejeno smo imeli skladno z veljavno zakonodajo. /…/ Lansko leto smo imeli pregled s strani 
informacijskega pooblaščenca, tako da smo že skozi tisto naredili analizo stanja. Potem smo se 
pripravljal po vseh najboljših močeh, skladno z informacijami, ki so prihajale.'' (Intervjuvanec 
5, 2018, 12. september). 
 ''Ker smo že pred veljavnostjo GDPR-ja izpolnjevali zakonske dolžnosti, sama implementacija 
novosti in sprememb, ki jih je GDPR prinesel za nas, niti ni bila tako zahtevna. Morali smo se 
dodobra spoznati s samim dokumentom in narediti pregled.'' (Intervjuvanka 3, 2018, 7. 
september). 
Že pred samim sprejemom uredbe so v organizacijah za področje varstva podatkov dodatno 
skrbeli z internimi akti in pravilniki ter povezali področje z drugimi zakoni. 
''Mislim, da je pravna hiša pripravila interni akt v sodelovanju z vodstvom, ki je bil usklajen z 
ZVOP-1. Ta pravilnik še vedno imamo, še vedno je objavljen na intranetu, ker ga bomo 
prilagajali takrat, ko bo oblikovan ZVOP-2.'' (Intervjuvanka 2, 2018, 4. september). 
''Mi imamo tudi kar nekaj ISO standardov in imamo certifikat, da smo skladni. /…/ Mi imamo 
precej močno ekipo za informacijsko varnost in kvaliteto, ki ima že kar nekaj izkušenj in se že 
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več let ukvarja z ISO certifikati, saj je pri nas informacijska varnost izrednega pomena.'' 
(Intervjuvanec 5, 2018, 12. september). 
Aktivnosti, ki so potrebne za usklajevanje z uredbo, so podjetjem vzele veliko časa, zato v 
večini primerov še vedno potekajo. Podrobneje je potek priprave predstavila sogovornica 
(Intervjuvanka 4, 2018, 10. september) 
Zadeve smo se lotili v več fazah, prva faza je pregled obstoječega stanja, torej, katere podatke 
obdelujemo, kdo jih obdeluje, na kakšni pravni podlagi, za kakšen namen … Enako velja za 
pogodbe z zunanjimi izvajalci, pogodbenimi obdelovalci – smo v fazi sprejemanja novih, ker 
jih je glede na novo ureditev potrebno dopolnit. Ko smo analizirali stanje, smo se lotili naslednje 
faze, ki bi ji jaz rekla pravno-tehnični ukrepi. Priprava novih internih aktov s tega področja, 
istočasno tudi prenova oziroma pregled vseh pravil na področju IT varnosti, ker se to med seboj 
dopolnjuje. Prenova, pregled, dodajanje, odpisovanje zbirk osebnih podatkov, ki se zdaj 
imenujejo evidence. Potem smo v fazi izvajanja ocen učinkov, kjer je to glede na seznam 
informacijske pooblaščenke in glede na naše lastne pobude smiselno in potrebno, v nekaterih 
primerih nujno.  
Informacije, ki se nanašajo na nov način poslovanja, ki bo usklajen z uredbo, je bilo v nekem 
trenutku potrebno prenesti na zaposlene. Kot precej popularna oblika prenašanja znanja se je 
pokazalo e-učenje, ponekod pa so se poslužili tudi treningov po skupinah. Prenašanje informacij 
se je začelo pri višjem menedžmentu, nato pa so se informacije prenašale tudi na ostale 
zaposlene.  
''Najprej smo se odločili za menedžment, ker se nam zdi dobro, da se seznanijo s področjem in 
nudijo neko oporo. Če ne bi vedeli, kaj se dogaja, ne bi bilo razumevanja in bi bilo težje vpeljat 
tudi ostale. Potem smo se pa lotili treningov tudi z ostalimi  – to še traja.'' (Intervjuvanec 5, 
2018, 12. september). 
''Čaka nas še veliko dela, da se sfokusiramo, ampak to ne bo možno vse v tem letu.'' 
(Intervjuvanka 4, prav tam). 
V večini organizacij usposabljanje še traja, ker je usklajevanje vseh podrobnosti, ki jih navaja 
uredba, precej kompleksno. Aktivnosti opisuje sogovornica (Intervjuvanka 2, 2018, 4. 
september) 
Prvi korak je bilo usposabljanje preko akademije naše materinske družbe. Zaposleni so morali 
opravit e-tečaj, torej učenje na daljavo. Za tiste, ki nimajo elektronskih naslovov, to so predvsem 
zaposleni v skladišču, sem jaz osebno pripravila delavnice /…/ Opremili smo jih z osnovnimi 
znanji na temo varovanja podatkov in so morali s podpisom potrditi, da so bili seznanjeni s to 
temo. Drugi korak je bil implementacija teh politik, ki sem jih prej omenila. Najprej sem izvedla 
5 delavnic za vodstvo. Ker to so kar obsežni dokumenti in je bilo potrebno pripravljat povzetke, 
smo sedeli s celotno vodstveno ekipo tudi po 5 ur. Večkrat po eno uro, da smo se seznanili s 
posamezno politiko in da je bila potem tudi s strani vodstva sprejeta in potem objavljena in 
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dostopna zaposlenim. Zdaj pripravljam še posebno številko našega info lista, to je naš interni 
časopis, ki bo posvečen samo GDPR-u in bo nek povzetek vsega.  
Poročanje posameznikov o pripravljenosti na Splošno uredbo o varstvu podatkov priča o tem, 
da so bila na le-to dobro pripravljena. Vseeno ostaja mnenje, da podjetja v Sloveniji uredbe še 
ne poznajo dovolj dobro. 
''Mislim, poznati je potrebno zadeve precej dobro in mislim, da tega po podjetjih še ni.'' 
(Intervjuvanka 2, prav tam). 
3.5.2.2 Komuniciranje 
Za primerno izvedene postopke uskladitve varstva podatkov z uredbo je znotraj organizacij 
potrebno veliko komuniciranja in natančne predstavitve. Potrebno se je tudi zavedati, da je 
osveščanje o spoštovanju uredbe kontinuiran proces, prav tako tudi učenje o varstvu podatkov. 
 ''Interne akte imamo objavljene na intranetu, 5 politik jih imenujemo, in so dostopne 
zaposlenim. Poleg tega smo vsa delovna mesta opremili s plakati z bolj podrobnimi 
informacijami, na primer s področja posameznih pravic strank. Ti plakati morajo biti v vseh 
poslovnih enotah, na skupnih zbirnih mestih.'' (Intervjuvanka 2, prav tam). 
Pri komuniciranju z zunanjimi deležniki organizacij je opaziti razhajanje v načinu 
komuniciranja. Nekatere uporabljajo nevsiljive oblike, medtem ko je pri drugih zaznati bolj 
invaziven način komuniciranja, ki ima lahko kot posledico povečan odpor do seznanjanja s 
področjem varstva podatkov in obravnavanje varstva podatkov kot nekaj povsem banalnega. 
Podrobneje sta o tem spregovorila sogovornika (Intervjuvanec 1, 2018, 30. avgust; 
Intervjuvanec 5, 2018, 12. september). 
Smo pa poskušali prek spletnih strani z objavami, da zainteresirani lahko uporabijo, če bi želeli 
še naprej prejemati novičke, smo pustili to opcijo, da so lahko poklikali. Vemo za primere, vsaj 
na evropski ravni, ko so podjetja uporabljala baze /…/, da so poslali mail 'dajte kliknit, dajte 
posodobit'. No, saj so tudi naša podjetja to storila, saj smo videli, kako so nas do 25. maja zasuli 
z maili 'dajte kliknit, dajte soglasje'. /…/ Mi smo poskušali preko bolj nedirektne, nevsiljive 
komunikacije.  
Upam, da ne bo proti efekt – zdaj smo bili vsi zasuti s strani vseh ponudnikov najrazličnejših, 
od nekih klubov zvestobe, pošiljateljev mailingov za soglasje k obveščanju. Tako smo bili zasuti 
s tem na vsakem koraku, da tega, da bi se vsak posameznik res vnaprej seznanil s tem in prebral, 
kaj se dela in kako se dela, verjetno ni. Ne vem, če je kdo to bral, ker je bilo toliko tega. Vsi 
smo samo klikali, strinjam se.  
Splošna uredba o varstvu podatkov spodbuja transparentno komuniciranje, ki je bilo tudi v 
organizacijah prepoznano kot pozitivno. 
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''Te stvari smo mogli posodobit na način, kot to uredba predvideva, ampak saj tudi mi smo 
mnenja, da pri osebnih podatkih in pri obdelavi le-teh je fino, da so vsi tisti, ki so nam dali 
osebne podatke, najbolj transparentno seznanjeni s tem, kaj mi z njimi delamo. Več, kot objaviš, 
se pravi, o tem, kaj ti delaš s podatki, boljše je.'' (Intervjuvanec 1, 2018, 30. avgust). 
3.5.2.3 Podpora organizacijam 
Največjo podporo organizacijam predstavlja informacijski pooblaščenec oziroma 
pooblaščenka, saj je bila v večini organizacij izpostavljena kot najboljši vir informacij in 
podpore. Izpostavljeno je tudi, da je prav informacijska pooblaščenka imela največjo vlogo pri 
umirjanju ozračja in postopnemu pripravljanju organizacij na sprejem uredbe (Intervjuvanec 1, 
2018, 30. avgust)  
/…/ mislim, da vsaj na strani informacijskega pooblaščenca /…/  so bile pa predpriprave in 
obveščanje na visoki ravni. Informacijski pooblaščenec je imel res konstantno posodobljene 
informacije na svoji strani, kaj se bo spremenilo, kako se bo spremenilo, opisani koraki … Res, 
za vsakega, ki je hotel to uredit, je s strani informacijskega pooblaščenca pridobil vse, kar je 
rabil za to, da je uredil stvari tako, kot bi jih morali za to, da je skladen z uredbo.  
''Na srečo pa imamo zelo v redu informacijskega pooblaščenca, ki je vedno pripravljen 
pomagat. Se mi zdi, da je bil na vseh dogodkih, treningih, na katere smo šli, res glas razuma. 
Gospa pooblaščenka je tudi na televiziji jasno povedala, da ne smemo zganjati panike, ampak 
raje najprej pogledati uredbo v miru.'' (Intervjuvanec 5, 2018, 12. september). 
''Naš informacijski pooblaščenec dela veliko delo /…/. Jaz se tudi sama velikokrat poslužujem 
njihove spletne strani, če kaj ne vem, poiščem ali se obrnem nanje.'' (Intervjuvanka 2, 2018, 4. 
september). 
Eno izmed podjetij, katerega materinsko podjetje je locirano v tuji državi, a znotraj Evropske 
unije, je prejelo precejšnjo podporo tudi z njihove strani. 
''Če si potreboval, si imel na voljo še individualne konzultacije oziroma na voljo so bili še 
termini, kjer si se lahko pridružil, če si imel neko vprašanje. Res zelo dobra podpora in zelo 
dobro pripravljena gradiva. Ravno zaradi tega mi nismo imeli toliko dela s pripravo, pač pa 
samo z implementacijo.'' (Intervjuvanka 2, 2018, 4. september). 
Na tem mestu je bilo izpostavljeno, da bi lahko podporo organizacije, vsaj dokler v Sloveniji 




''Mislim, da izmenjava dobrih praks, bi bila zelo koristna. /…/ Morda izpostavljat primere 
dobrih praks, si jih izmenjat, govorit o tem. Ta uredba živi, vendar še ni pravne prakse, zato bi 
si lahko izmenjal dobre prakse, glede na to, da vsak na svoj način orje ledino.'' (Intervjuvanka 
2, prav tam). 
3.5.3 Zaznane posledice uredbe 
3.5.3.1 Vpliv znotraj in zunaj organizacije 
Ponekod je prihajalo do pojava strahu in panike, ki se je navezovala na potrebnost usklajevanja 
delovanja organizacije skladno z uredbo, zaradi česar je bilo potrebno vnaprej razmisliti, kako 
zaposlene pomiriti in jih obenem opremiti s pomembnimi informacijami. 
''Posledica izobraževanj je lahko tudi strah – posamezniki se ustrašijo in nastane panika, na 
primer zdaj bomo pa kar vse zbrisali ali pa jaz ne bom za nič odgovarjal. To je druga skrajnost.'' 
(Intervjuvanka 4, 2018, 10. september). 
 ''Imeli smo nekatere nadrejene, višji menedžment, ki je bil nekaj časa kar precej zaskrbljen, če 
smo vse naredili in če smo 100 % skladni. Tudi za njih smo imeli treninge, da smo jim razložili, 
kaj to pomeni, kako to funkcionira, da 100 % skladnosti tudi ni.'' (Intervjuvanec 5, 2018, 12. 
september). 
''So imeli določeni precej težav glede varovanja osebnih podatkov, ko smo jim povedali, da je 
zdaj to vstopilo v veljavo. Pojasnili smo jim, da že od prej velja marsikaj in se je ljudem zdelo, 
da GDPR uvaja ne vem kaj, čisto nekaj novega, ampak so v bistvu te stvari že od prej veljale.'' 
(Intervjuvanec 1, 2018, 30. avgust). 
Način komuniciranja je bil pomemben faktor tudi pri prepričevanju zaposlenih, da je tema 
pomembna in da se moramo zavedati posledic, ki jih uredba prinaša. Nekateri so uredbo vseeno 
obravnavali kot nepomembno (Intervjuvanka 2, 2018, 4. september). 
Ja, recimo pri ljudeh, ko sem jih povabila na izobraževanje, na te delavnice, sem imela občutek, 
da je vsem tako malo odveč, kaj pa je zdaj to. Ampak če je zadeva pripravljena na zanimiv način 
– potrudila sem se, da sem tudi našla primere slabe prakse, ki so se neposredno dotikali ljudi v 
Sloveniji ali pa v naši neposredni bližini, in potem so zaposleni začutili, da je to kljub vsemu 
resna tema.  
''Nekateri so zelo pripravljeni in jim ni odveč razširjati znanja, nekaterim je odveč, drugi res 
nimajo časa. Nekaterim se zdi ta uredba ena velika neumnost, tiste je še najtežje osvestit.'' 
(Intervjuvanka 4, 2018, 10. september). 
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Posameznik se velikokrat znajde na obeh straneh – kot obdelovalec podatkov v organizaciji na 
eni strani in kot oseba, katere podatke obdelujejo druge organizacije. S sprejemom Splošne 
uredbe o varstvu podatkov v organizaciji so posamezniki postali bolj osveščeni o svojih 
pravicah in hkrati o tem, kako je potrebno ravnati s podatki drugih oseb. 
''Mislim, da so na področju osveščanja zagotovo nastale spremembe tudi v smislu pravic, ki jih 
imajo zaposleni v odnosu do drugih obdelovalcev njihovih osebnih podatkov. Potem pa seveda 
tudi pri skrbi za osebne podatke naših strank in tudi drug drugega.'' (Intervjuvanka 2, 2018, 4. 
september). 
3.5.3.2 Mediji in zaslužkarji 
Sprva na videz nepovezani podtemi medijev in zaslužkarjev sta se preko intervjujev izkazali 
kot povezani, zato ju v nadaljevanju obravnavam skupaj.  
Poročanje medijev se označuje kot medijsko bombardiranje, hkrati pa opozarja, da veliko 
relevantnih novic s strani medijev ni bilo. Prevladovale so bolj skope in osnovne informacije o 
uredbi. 
''Jaz bi rekla, da smo bili vsi v Sloveniji s tem seznanjeni, ker je bilo medijsko toliko 
bombardiranja.'' (Intervjuvanka 4, 2018, 10. september). 
''Samo ljudje so bili pač zdaj, zato ker je bila medijska fama glede tega, bolj presenečeni, jih je 
malo bolj stisnilo.'' (Intervjuvanec 1, 2018, 30. avgust). 
''Zdaj, če pogledava te klasične medije, se mi zdi, da niso imeli prav pomembne vloge. Imeli so 
par intervjujev, sicer pa bolj skope novice.'' (Intervjuvanec 5, 2018, 12. september). 
Med posamezniki je zaznati paniko, ki bi lahko bila posledica medijskega poročanja in objav. 
Zarisuje se tudi možnost, da so medijske objave financirane in spodbujane s strani tistih, ki so 
si s povečevanjem strahu in panike obetali zaslužek – označeni so kot zaslužkarji, ki so slabo 
informiranost posameznikov izkoristili v svoj prid. 
''Nekaj je bilo sicer takih novic, ki so zbujale zaskrbljenost, ker naj bi bilo zdaj vse drugače, se 
moramo pa vprašati, če so bile morda plačane s strani koga, ki je imel od tega korist. Kadar so 
bili objavljeni kakšni prispevki s strani bolj kredibilnih virov, se je namreč trudilo umiriti 
posameznike, ne ustrahovati.'' (Intervjuvanec 5, 2018, 12. september). 
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Posamezniki, ki so povzročili paniko in se nato na ta račun okoristili, so kot svetovalci 
podjetjem ponujali čudežne rešitve za urejanje skladnosti z novo uredbo. 
 ''Veliko rom-pom-poma na tem področju je bilo najbrž tudi zato, ker so ponudniki iskali svoje 
priložnosti in so izkoristili to, morda še bolj prestrašili ljudi.'' (Intervjuvanka 4, 2018, 10. 
september). 
''Po mojem mnenju je pripomogla kakšna zelo dobra marketinška kampanja različnih 
deležnikov, ki so na podlagi tega veliko zaslužili z raznimi svetovanji.'' (Intervjuvanec 5, 2018, 
12. september). 
''/…/ in s tem je bila tudi odprta pot za razne zaslužkarje, ki so organizirali in še organizirajo 
množico seminarjev in svetovanj na to temo, kar mogoče sploh ni potrebno. Ko se udeležiš 10 
takih seminarjev, na koncu ne veš nič.'' (Intervjuvanka 2, 2018, 4. september). 
3.5.4 (Ne)pripravljenost Slovenije 
3.5.4.1 Zakonodaja in primerjava s tujino 
Podtemi zakonodaje in primerjave s tujino se na več mestih prepletata, zato ju bom v 
nadaljevanju predstavila skupaj. 
Največja kritika v zvezi z nepripravljenostjo na sprejem Splošne uredbe o varstvu podatkov je 
namenjena zakonodajalcu v Sloveniji, ki ni pravočasno poskrbel za posodobitev zakona s 
področja varstva osebnih podatkov.  
''Zdi se mi, da se je država prav ignorantsko vedla do tega področja. Dobro, vem, da nismo 
edina država, ki še nima sprejetega zakona. Jih je še nekaj v Evropi, pa vendar, mislim, da to ni 
primerno. S tem je država pokazala mačehovski odnos do tega področja.'' (Intervjuvanka 2, 
2018, 4. september). 
''Naše mnenje je, da do tega nikakor ne bi smelo priti, do česar je prišlo tik pred veljavnostjo 
GDPR-ja. Vsi smo čakali na nov zakon, saj se je obljubljal in tudi pripravljal. Mi smo tudi 
aktivno sodelovali pri pripravi predloga novega zakona, ki ga potem zaradi političnega 
dogajanja ni bilo in ga še nekaj časa ne bo.'' (Intervjuvanka 3, 2018, 7. september). 
Organizacije so s strani države in zakonodajalca pričakovale podporo, ki je niso dočakale, zato 
so bile prepuščene same sebi. 
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''Zdi se mi, da ni bilo uredbe in da niti ni bilo neke enotne informacije, kako ravnat, ampak so 
se podjetja, zavodi, šole morali sami znajt.'' (Intervjuvanka 2, 2018, 4. september). 
''Res je, da smo vsi vedeli, kdaj bo nastopila veljavnost GDPR-ja, vendar smo kljub temu 
pričakovali pomoč s strani našega zakonodajalca, ki bi nam z novim zakonom pomagal rešiti 
določene dileme iz GDPR-ja in predvsem pomembno, določal bi neko prehodno obdobje.'' 
(Intervjuvanka 3, 2018, 7. september). 
Prevladuje tudi mnenje, da lahko, ko bo Zakon o varstvu podatkov v Sloveniji posodobljen, 
pride do še večje specifičnosti v določenih primerih, kar lahko za organizacije pomeni dodatno 
delo in prilagajanje ter usklajevanje poslovanja z novim zakonom. Izpostavlja se, da smo sicer 
v Sloveniji že vajeni, da pri nas, v primerjavi s tujino, vse obravnavamo veliko bolj strogo, kot 
bi bilo potrebno. Ker bo zakon prišel z zamudo, posameznike skrbi, da bo to negativno vplivalo 
na delovanje organizacij v Sloveniji in da le-te z razjasnjevanjem, kaj velja pri nas in kaj ne, 
tratijo ogromno energije. 
''/…/ po drugi strani pa se bojim, da bo ZVOP-2, tako kot je v Sloveniji v navadi, še bolj zaostril 
določene zadeve, kot jih je sama uredba. To je lahko dobro ali slabo.'' (Intervjuvanka 2, 2018, 
4. september). 
''Seveda bi bilo bolje, če bi bil zakon že sprejet – mene skrbi, da bo zakon zopet zamajal zadeve. 
Zdaj smo se vsi pripravili po svojih najboljših močeh, nov zakon pa lahko zopet prinese 
specifike in je lahko strožji od same uredbe, nad čimer niti ne bi bil preveč presenečen, glede 
na zgodovino.'' (Intervjuvanec 5, 2018, 12. september). 
''Načeloma se mi zdi, kot pravnici, da je pri nas dosti težje biti pravnik, kot kje v tujini, kjer 
zakoni veljajo, sodna praksa je jasna in torej veš, kaj te čaka. Pa naj bo to področje gospodarstva, 
davkov ali pa varstva osebnih podatkov. Spet je vse na eni strani na zavezancih, na drugi strani 
na prekrškovnih organih, še vedno pa se ne ve, kaj točno velja, kaj ne – ogromno energije se 
zgublja s tem.'' (Intervjuvanka 4, 2018, 10. september). 
 
3.6 Omejitve raziskave in nadaljnje raziskovanje 
Vzorec organizacij je majhen – zajema  4 velike organizacije in 1 srednje veliko organizacijo, 
zato ugotovitev ne moremo posplošiti na celotno Slovenijo.  
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Pri intervjujih so bile zajete le velike in srednje velike organizacije, ki upravljajo z večjimi 
bazami osebnih podatkov. Zanimivo bi bilo narediti primerjavo z majhnimi podjetji in 
opazovati, če je nanje sprejem in implementacija uredbe vplivala drugače. 
Intervjuji so v povprečju trajali 30 minut. Ker sem zaposlene intervjuvala med njihovim 
delovnim časom, se je bilo potrebno temu prilagoditi. Daljši pogovori bi omogočali boljšo 
poglobitev v vprašanja. 
Raziskava je bila opravljena kmalu po sprejemu Splošne uredbe o varstvu osebnih podatkov, 
zato bi bili rezultati morda drugačni, če bi raziskavo izvedli kasneje, ko bi se omenjena uredba 
že bolje ustalila. 
V pričujoči raziskavi smo si ogledali, kako novo uredbo ocenjujejo organizacije in potrošniki, 
nov vpogled in zanimivo povezavo pa bi ponudila vključitev še tretjega deležnika – nadzornega 
organa oziroma informacijskega pooblaščenca - in preveritev, kako je implementacijo (s strani 
organizacij, ne zakonodajalca) videl on in kako komentira dejstvo, da posodobljene pravne 




4 VPLIV SPLOŠNE UREDBE O VARSTVU PODATKOV: RAZISKAVA MED 
POTROŠNIKI 
 
4.1 Raziskovalna vprašanja 
Povečano zbiranje osebnih podatkov s strani podjetij in drugih organizacij ter obenem prenizka 
zaščita teh osebnih podatkov (Zerlang, 2018, str. 8), povečano tveganje zasebnosti (O'Brien, 
2016, str. 81) in netransparentna obdelava osebnih podatkov (Dewar, 2017, str. 96) – to je le 
nekaj razlogov, zaradi katerih je bila posodobitev zakonodaje na področju varstva osebnih 
podatkov nujna. Podjetje TNS opinion & social je na pobudo Generalnega direktorata za 
pravosodje in potrošnike med februarjem in marcem 2015 izvedlo raziskavo na temo varstva 
podatkov (European Comission, Directorate-General for Justice and Consumers, 2015). Tedaj 
je bila na ravni Evropske unije v veljavi Direktiva 95/46/ES o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku teh podatkov, ki je državam v Evropski uniji 
dovoljevala precej svobode pri skrbi za varstvo podatkov. Kot že omenjeno, je s 25. majem 
2018 v veljavo stopila Splošna uredba o varstvu podatkov, ki je področje varstva podatkov 
zaostrila in poenotila znotraj Evropske unije ter v ospredje postavila pravice posameznikov, na 
katere se nanašajo osebni podatki. Zanimalo me je, kako so sprejem in implementacijo Splošne 
uredbe o varstvu podatkov občutili potrošniki v Sloveniji. S pomočjo strokovne literature in že 
opravljenih raziskav v drugih državah Evropske unije sem zastavila štiri raziskovalna vprašanja. 
Splošna uredba o varstvu podatkov sloni na dejstvu, da je zasebnost človekova pravica in skrbi 
za varstvo osebnih podatkov prebivalcev Evropske unije (Goddard, 2017, str. 703). Prinaša tudi 
več pravic za posameznike, na katere se nanašajo podatki (pravica dostopa do podatkov, pravica 
do popravka, pravica do izbrisa oz. pozabe, pravica do omejitve obdelave in pravica do 
prenosljivosti) (prav tam).   
RV3: Kako potrošniki ocenjujejo Splošno uredbo o varstvu podatkov?  
Upravljavec bi moral skrbeti, da je vsaka obdelava osebnih podatkov poštena in zakonita 
(Uredba (EU) 2016/679, 2016, Člen 6). Zerlang (2018, str. 8) navaja, da organizacije pred 
sprejemom Splošne uredbe niso primerno poskrbela za varnost in regulativo osebnih podatkov. 
S sprejetjem uredbe so organizacije primorane prilagoditi načine zbiranja, obdelave in 
shranjevanja podatkov za zagotovitev zaupanja s strani strank (Goddard, 2017, str. 703).  
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RV4: Kakšno je s strani potrošnikov zaupanje v organizacije kot v upravljavce z osebnimi 
podatki? 
RV5: Kako potrošniki ocenjujejo skrb za varstvo osebnih podatkov pred in po uvedbi 
Splošne uredbe o varstvu podatkov s strani organizacij? 
Mc Dermott (2017, str. 4) navaja, da se posamezniki že zavedajo izredne vrednosti osebnih 
podatkov, Dewar (2017, str. 96) pa opozarja, da podjetja pozabljajo, da so ravno posamezniki 
lastniki osebnih podatkov. Posameznike je potrebno seznaniti z njihovimi pravicami in jih 
okrepiti ter omogočiti, da imajo nad osebnimi podatki nadzor (Uredba (EU) 2016/679, 2016, 
L119/3). Kot enega od načinov za spodbujanje opolnomočenja posameznikov in povečanja 
nadzora nad osebnimi podatki De Hert in drugi (2018, str. 193) prepoznavajo pravico do 
prenosljivosti podatkov, zelo pomembni pa sta tudi pravica do ugovora (Uredba (EU) 2016/679, 
2016, Člen 21) in pravica do izbrisa (prav tam, Člen 17). 
RV6: Ali imajo potrošniki občutek opolnomočenja in nadzora nad osebnimi podatki? 
 
4.2 Metoda raziskovanja 
Da bi natančneje raziskala, kakšen vpliv ima Splošna uredba o varstvu podatkov na potrošnike 
v Sloveniji, sem uporabila kvantitativno metodo raziskovanja in pripravila spletno anketo. 
Spletno anketiranje sem izvedla preko odprtokodne aplikacije 1KA.  
Anketa je bila sestavljena iz 9 vprašanj, s pomočjo katerih sem želela pridobiti odgovore na 
zastavljena raziskovalna vprašanja, od tega je bilo 5 vprašanj zaprtega tipa, 4 vprašanja pa so 
bila vprašanja z Likertovo lestvico. Dodatni 2 vprašanji sta bili demografski – o spolu in 
starosti, saj me zanima, če se odgovori razlikujejo glede na dve omenjeni spremenljivki.  Pri 
zastavljanju vprašanj sem se oprla na raziskavo Data protection, ki je bila opravljena leta 2015 
(European Commission, Directorate-General for Justice & Consumers), in na raziskavo A 
comparison of data protection legislation and policies across the EU (Custers in drugi, 2018). 
Ker sta bili obe raziskavi opravljeni, preden je v veljavo stopila Splošna uredba o varstvu 
podatkov, sem dodala še nekaj vprašanj, ki so se navezovala na oceno omenjene uredbe, na 
oceno skrbi za varstvo podatkov pred in po sprejemu omenjene uredbe, poznavanju pravic in 
poročanju medijev. Vprašalnik najdete v poglavju Priloge – Priloga A. 
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4.3 Vzorčenje in zbiranje podatkov 
Ker sem želela raziskati vpliv, ki ga ima Splošna uredba o varstvu podatkov v Sloveniji, sem s 
spletno anketo naslavljala posameznike s stalnim prebivališčem v Sloveniji, obenem pa starejše 
od 16 let, saj je v omenjeni uredbi zapisano, da je obdelava osebnih podatkov zakonita le, kadar 
ima otrok vsaj 16 let, pri mlajših pa mora privolitev dati nosilec starševske odgovornosti 
(Uredba (EU) 2016/679, 2016, Člen 8).  
Povezavo do spletne ankete sem delila na svojem Facebook profilu, LinkedIn profilu, preko 
osebnih sporočil na družabnem omrežju Facebook in preko osebne e-pošte. V prvih dneh je bil 
odziv posameznikov najboljši, saj sem prejela največ odgovorov. Da bi ponovno spodbudila k 
reševanju ankete, sem povezavo večkrat delila na omenjenih omrežjih, vendar je bil učinek 
mnogo manjši. Ko v 24 urah ni bilo spremembe v številu prejetih odgovorov, sem spletno 
anketo zaključila. 
Na spletno anketo, na katero so posamezniki lahko odgovarjali v mesecu septembru 2018, je 
odgovorilo 138 posameznikov. 
 
4.4 Analiza in rezultati 
S podrobno analizo sem preučila vsako vprašanje posebej in zabeležila, kolikšen delež 
vprašanih je kot odgovor izbralo enega od naštetih možnosti pri vsakem vprašanju. Ker me je 
zanimalo tudi, kako so posamezniki odgovarjali na določena vprašanja glede na spol in starost, 
sem preverila, če se pri podajanju odgovorov glede na ti dve spremenljivki kažejo kakšni vzorci. 
Prva tri vprašanja so se nanašala neposredno na Splošno uredbo o varstvu podatkov.  
Na prvo vprašanje ''Ali menite, da je bila Splošna uredba o varstvu podatkov potrebna?'' je 
večina odgovorila z ''Da'', skoraj enako število posameznikov pa je odgovorilo z ''Ne'' in ''Ne 







Slika 4.1: Rezultati prvega vprašanja spletne ankete 
 
Z drugim vprašanjem sem želela ugotoviti, če posamezniki menijo, da bo Splošna uredba o 
varstvu podatkov glede na hiter napredek tehnologije lahko dolgoročno v uporabi. Tokrat je 
bilo največ takih, ki menijo, da omenjena uredba dolgoročno ne bo mogla biti v uporabi, malo 
manj je odgovorilo z ''Ne vem'', najmanj pa jih je bilo mnenja, da bo Splošna uredba o varstvu 
podatkov glede na hiter napredek tehnologije lahko v uporabi (glej Slika 4.2). 
Slika 4.2: Rezultati drugega vprašanja spletne ankete 
 
Zanimalo me je tudi, koliko posameznikov je pregledalo Splošno uredbo o varstvu podatkov. 
Večina vprašanih je omenjeno uredbo deloma pregledala, približno tretjina vprašanih omenjene 







Ali menite, da je bila Splošna uredba o 
varstvu podatkov potrebna?




Ali menite, da bo splošna uredba o varstvu podatkov 
dolgoročno lahko v uporabi glede na hiter napredek 
tehnologije?
Da Ne Ne vem
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Slika 4.3: Rezultati tretjega vprašanja spletne ankete 
 
Pri naslednjem sklopu sem preverjala, v kolikšni meri se posamezniki strinjajo oziroma ne 
strinjajo z naslednjimi trditvami:  
4a: Menim, da moram na spletu dajati osebne podatke;  
4b: Ni druge možnosti, kot da dam osebne podatke, če hočem dobiti blago in storitve;  
4c: Dajanje osebnih podatkov zame ni velika težava;  
4d: Nič nimam proti, da v zameno za osebne podatke dobim brezplačne spletne storitve;  
4e: Ustreza mi, da mi podjetje na podlagi zbranih osebnih podatkov nudi personalizirano 
ponudbo.  
Odgovori bodo predstavljeni v nadaljevanju. 
V splošnem se več kot polovica vprašanih strinja, da mora na spletu dajati osebne podatke, le 











Ali ste splošno uredbo o varstvu podatkov že 
pregledali?




Slika 4.4: Rezultati vprašanja 4a spletne ankete 
 
Točno polovica vseh vprašanih v splošnem se strinja, da ni druge možnosti, kot da dajo osebne 
podatke, če želijo dobiti blago ali storitev, slaba tretjina pa je takih, ki se s trditvijo v splošnem 
ne strinja (glej Slika 4.5).  
Slika 4.5: Rezultati vprašanja 4b spletne ankete 
 
Le 23 % vprašanih se v splošnem strinja, da dajanje osebnih podatkov zanje ni velika težava, 
medtem ko se več kot polovica v splošnem s to trditvijo ne strinja, od tega se 18 % sploh ne 





V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Menim, da moram na spletu dajati osebne podatke
1 - Se popolnoma ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam






V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Ni druge možnosti kot da dam osebne podatke, če 
hočem dobiti blago ali storitev
1 - Se popolnoma ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam
5 - Se popolnoma strinjam
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Slika 4.6: Rezultati vprašanja 4c spletne ankete 
 
Pri trditvi ''Nič nimam proti, da v zameno za osebne podatke dobim brezplačne spletne storitve'' 
jih je le 22 % v splošnem označilo, da se s tem strinja, kar 62 % pa se s trditvijo v splošnem ne 
strinja (glej Slika 4.7). 
Slika 4.7: Rezultati vprašanja 4d spletne ankete 
 
Manj kot tretjina vprašanih se v splošnem strinja, da jim ustreza, če jim podjetje na podlagi 
zbranih podatkov nudi personalizirano ponudbo, skoraj polovica pa se s to trditvijo v splošnem 






V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Dajanje osebnih podatkov zame ni velika težava
1 - Se popolnoma ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam






V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Nič nimam proti, da v zameno za osebne podatke 
dobim brezplačne spletne storitve
1 - Se popolnoma ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam
5 - Se popolnoma strinjam
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Slika 4.8: Rezultati vprašanja 4e spletne ankete 
 
S petim vprašanjem sem preverjala, koliko nadzora menijo, da imajo posamezniki nad podatki, 
ki jih dajejo na spletu (npr. možnost, da jih popravijo, spremenijo ali izbrišejo). Malo manj kot 
polovica posameznikov v splošnem meni, da ima nadzor na podatki, ki jih dajejo na spletu, 
približno tretjina meni, da je to odvisno od spletnega mesta in aplikacije, malo manj kot tretjina 
pa jih meni, da nimajo nad podatki nobenega nadzora (glej Slika 4.9). 
Slika 4.9: Rezultati petega vprašanja spletne ankete 
 
Pri šestem vprašanju sem preverjala, kako zaskrbljeni so posamezniki glede beleženja njihovih 
aktivnosti na različnih mestih: 






V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Ustreza mi, da mi podjetje na podlagi zbranih 
podatkov nudi personalizirano ponudbo
1 - Se popolnoma ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam
















6b: Na javnem mestu (na cesti, podzemni, letališču itd.); 
6c: V zasebnem prostoru (restavraciji, baru, klubu, pisarni itd.); 
6d: Prek mobilnega telefona ali z uporabo aplikacij na mobilnih telefonih (poslušanje klicev, 
geo-lokacija); 
6e: Prek plačilnih kartic (vaša lokacija in navada porabe); 
6f: Prek trgovinskih kartic in kartic zvestobe (vaše preference, potrošniški vzorci itd.). 
Odgovori bodo prikazani v nadaljevanju. 
Skoraj dve tretjini vprašanih sta v splošnem zaskrbljeni glede beleženja njihovih aktivnosti na 
internetu, slaba tretjina vprašanih glede tega ni preveč zaskrbljena, le 7 % pa je takih, ki sploh 
niso zaskrbljeni (glej Slika 4.10). 
Slika 4.10: Rezultati vprašanja 6a spletne ankete 
 
Skoraj polovica vprašanih je odgovorila, da glede beleženja njihovih aktivnosti na javnem 
mestu niso preveč zaskrbljeni, manj kot tretjina je takih, ki so dokaj zaskrbljeni, delež zelo 









DANDANES JE VELIKO VAŠIH VSAKODNEVNIH AKTIVNOSTI ZABELEŽENIH NA RAZLIČNE 
NAČINE. KAKO ZELO STE ALI NISTE ZASKRBLJENI GLEDE TEGA?
Na internetu
1 - Zelo zaskrbljen/a 2 - Dokaj zaskrbljen/a
3 - Nisem preveč zaskrbljen/a 4 - Sploh nisem zaskrbljen/a
5 - Ne vem
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Slika 4.11: Rezultati vprašanja 6b spletne ankete 
 
Največ vprašanih ni preveč zaskrbljenih glede beleženja aktivnostih v zasebnem prostoru, malo 
manj jih je dokaj zaskrbljenih, delež zelo zaskrbljenih in takih, ki sploh niso zaskrbljeni, pa je 
ponovno skoraj enak (glej Slika 4.12). 










Glede beleženja aktivnosti preko mobilnega telefona ali aplikacij na mobilnih telefonih je 
največ vprašanih (manj kot polovica) dokaj zaskrbljenih, skoraj tretjina zelo zaskrbljenih, 






DANDANES JE VELIKO VAŠIH VSAKODNEVNIH AKTIVNOSTI ZABELEŽENIH NA RAZLIČNE 
NAČINE. KAKO ZELO STE ALI NISTE ZASKRBLJENI GLEDE TEGA?
Na javnem mestu
1 - Zelo zaskrbljen/a 2 - Dokaj zaskrbljen/a
3 - Nisem preveč zaskrbljen/a 4 - Sploh nisem zaskrbljen/a





DANDANES JE VELIKO VAŠIH VSAKODNEVNIH AKTIVNOSTI ZABELEŽENIH NA RAZLIČNE 
NAČINE. KAKO ZELO STE ALI NISTE ZASKRBLJENI GLEDE TEGA?
V zasebnem prostoru
1 - Zelo zaskrbljen/a 2 - Dokaj zaskrbljen/a
3 - Nisem preveč zaskrbljen/a 4 - Sploh nisem zaskrbljen/a
5 - Ne vem
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Slika 4.13: Rezultati vprašanja 6d spletne ankete 
 
V splošnem je več kot dve tretjini vprašanih zaskrbljenih glede beleženja aktivnosti prek 
plačilnih kartic, 17 % je takih, ki niso preveč zaskrbljeni, in le 8 % takih, ki sploh niso 
zaskrbljeni (glej Slika 4.14). 
Slika 4.14: Rezultati vprašanja 6e spletne ankete 
 
Glede beleženja aktivnosti prek trgovinskih kartic in kartic zvestobe največ vprašanih ni preveč 
zaskrbljenih, dobra tretjin vprašanih je dokaj zaskrbljena, 14 % vprašanih sploh ni zaskrbljenih, 






DANDANES JE VELIKO VAŠIH VSAKODNEVNIH AKTIVNOSTI ZABELEŽENIH NA RAZLIČNE 
NAČINE. KAKO ZELO STE ALI NISTE ZASKRBLJENI GLEDE TEGA?
Prek mobilnega telefona ali z uporabo aplikacij na 
mobilnih telefonih
1 - Zelo zaskrbljen/a 2 - Dokaj zaskrbljen/a
3 - Nisem preveč zaskrbljen/a 4 - Sploh nisem zaskrbljen/a






DANDANES JE VELIKO VAŠIH VSAKODNEVNIH AKTIVNOSTI ZABELEŽENIH NA RAZLIČNE 
NAČINE. KAKO ZELO STE ALI NISTE ZASKRBLJENI GLEDE TEGA?
Prek plačilnih kartic
1 - Zelo zaskrbljen/a 2 - Dokaj zaskrbljen/a
3 - Nisem preveč zaskrbljen/a 4 - Sploh nisem zaskrbljen/a
5 - Ne vem
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Slika 4.15: Rezultati vprašanja 6f spletne ankete 
 
Sedmo vprašanje je bilo zopet zaprtega tipa, zanimalo pa me je, če posamezniki izjave o 
zasebnosti podatkov v internetu preberejo ali ne. Več kot polovica vprašanih je odgovorila, da 
jih delno prebere, dobra tretjina vprašanih jih sploh ne prebere, le 7 % jih prebere v celoti (glej 
Slika 4.16). 
Slika 4.16: Rezultati sedmega vprašanja spletne ankete 
 
Pri osmem vprašanju sem se osredotočila na posameznikov odnos do obdelave osebnih 
podatkov in zaupanje v podjetja, ki obdelujejo osebne podatke. Zanimalo me je, v kolikšni meri 






DANDANES JE VELIKO VAŠIH VSAKODNEVNIH AKTIVNOSTI ZABELEŽENIH NA RAZLIČNE 
NAČINE. KAKO ZELO STE ALI NISTE ZASKRBLJENI GLEDE TEGA?
Prek trgovinskih kartic in kartic zvestobe
1 - Zelo zaskrbljen/a 2 - Dokaj zaskrbljen/a
3 - Nisem preveč zaskrbljen/a 4 - Sploh nisem zaskrbljen/a





Če pomislite na izjave o zasebnosti podatkov v internetu, kateri 
od naslednjih stavkov najbolje opiše, kaj običajno storite?
V celoti jih preberem
Delno jih preberem




8a: Obdelava osebnih podatkov s strani podjetij mi vzbuja skrb. 
8b: Podjetja bi morala bolje poskrbeti za varstvo podatkov. 
8c: Osebne podatke brez zadržkov delim s podjetji. 
8d: Zavedam se, da podjetja upravljajo z mojimi osebnimi podatki. 
8e: Zaupam podjetjem, ki upravljajo z mojimi osebnimi podatki. 
8f: Bolj zaupam podjetjem, ki jasno komunicirajo, kako skrbijo za varstvo osebnih podatkov. 
Odgovore prikazujem v nadaljevanju.  
V splošnem se polovica vprašanih strinja, da jim obdelava osebnih podatkov s strani podjetij 
vzbuja skrb. Približno četrtina vprašanih se v splošnem s trditvijo ne strinja (glej Slika 4.17). 
Slika 4.17: Rezultati vprašanja 8a spletne ankete 
 
Velika večina vprašanih (85 %) se v splošnem strinja, da bi morala podjetja bolje poskrbeti za 









V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Obdelava osebnih podatkov s strani podjetij mi vzbuja 
skrb
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam
5 - Se popolnoma strinjam
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Slika 4.18: Rezultati vprašanja 8b spletne ankete 
 
Le 15 % vprašanih se v splošnem strinja, da osebne podatke brez zadržkov delijo s podjetji, 
takih, ki se s trditvijo v splošnem ne strinjajo, pa je 64 % (glej Slika 4.19). 
Slika 4.19: Rezultati vprašanja 8c spletne ankete 
 
Skoraj vsi vprašani (89 %) se v splošnem strinjajo s trditvijo ''Zavedam se, da podjetja 






V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Podjetja bi morala bolje poskrbeti za varstvo podatkov
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam






V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Osebne podatke brez zadržkov delim s podjetji.
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam
5 - Se popolnoma strinjam
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Slika 4.20: Rezultati vprašanja 8d spletne ankete 
 
Večina vprašanih se niti strinja, niti ne strinja s trditvijo ''Zaupam podjetjem, ki upravljajo z 
mojimi osebnimi podatki''. Takih, ki se v splošnem strinjajo s trditvijo, je 24 %, nekoliko več 
pa takih, ki se s trditvijo v splošnem ne strinjajo (glej Slika 4.21). 
Slika 4.21: Rezultati vprašanja 8e spletne ankete 
 
Tri četrtine vprašanih se v splošnem strinja, da bolj zaupajo podjetjem, ki jasno komunicirajo, 
kako skrbijo za varstvo osebnih podatkov, le 10 % pa je takih, ki se v splošnem s to trditvijo ne 




V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Zavedam se, da podjetja upravljajo z mojimi osebnimi 
podatki
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam






V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Zaupam podjetjem, ki upravljajo z mojimi osebnimi 
podatki
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam
5 - Se popolnoma strinjam
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Slika 4.22: Rezultati vprašanja 8f spletne ankete 
 
Deveto vprašanje se je nanašalo na posameznikovo mnenje o tem, kako so podjetja za varstvo 
podatkov skrbela pred sprejemom Splošne uredbe o varstvu podatkov, kako se je način varstva 
podatkov spremenil po sprejemu omenjene uredbe, kako dobro posamezniki poznajo svoje 
pravice in kakšno mnenje imajo o poročanju medijev: 
9a: Podjetja v Sloveniji so pred sprejemom Splošne uredbe o varstvu podatkov primerno skrbela 
za varstvo osebnih podatkov. 
9b: Po sprejemu Splošne uredbe o varstvu podatkov se je način varstva podatkov v Sloveniji 
bistveno spremenil. 
9c: Poznam svoje pravice v zvezi z varstvom osebnih podatkov. 
9d: Mediji v Sloveniji veliko pozornosti namenjajo področju varstva osebnih podatkov. 
Odgovore predstavljam v nadaljevanju. 
Polovica vprašanih se niti strinja, niti ne strinja, da so podjetja v Sloveniji pred sprejemom 
Splošne uredbe o varstvu podatkov primerno skrbela za varstvo osebnih podatkov. Dobra 
tretjina je takih, ki se s trditvijo v splošnem ne strinja, najmanj pa takih, ki se v splošnem s 








V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Bolj zaupam podjetjem, ki jasno komunicirajo, kako 
skrbijo za varstvo osebnih podatkov
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam
5 - Se popolnoma strinjam
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Slika 4.23: Rezultati vprašanja 9a spletne ankete 
 
 
Malo manj kot polovica vprašanih se niti strinja, niti ne strinja, da se je način varstva podatkov 
v Sloveniji po sprejemu Splošne uredbe o varstvu podatkov bistveno spremenil. Dobra tretjina 
se jih v splošnem ne strinja, da se je način varstva podatkov spremenil, slaba četrtina vprašanih 
pa se v splošne s trditvijo strinja (glej Slika 4.24). 







V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Podjetja v Sloveniji so pred sprejemom Splošne uredbe 
o varstvu podatkov primerno skrbela za varstvo 
osebnih podatkov
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam






V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Po sprejemu Splošne uredbe o varstvu podatkov se je 
način varstva podatkov v Sloveniji bistveno spremenil
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam
5 - Se popolnoma strinjam
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Pri trditvi ''Poznam svoje pravice v zvezi z varstvom osebnih podatkov'' se jih skoraj enak delež 
s tem v splošnem strinja in v splošnem ne strinja, največ vprašanih pa se s tem niti strinja, niti 
ne strinja (glej Slika 4.25). 
Slika 4.25: Rezultati vprašanja 9c spletne ankete 
 
V splošnem se vprašani ne strinjajo, da mediji v Sloveniji veliko pozornosti namenjajo področju 
varstva osebnih podatkov, skoraj tretjina je takih, ki se jih s trditvijo niti strinja, niti ne strinja, 
skupno najmanj (19 %) pa se jih s trditvijo v splošnem strinja (glej Slika 4.26). 







V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Poznam svoje pravice v zvezi z varstvom osebnih 
podatkov
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam






V KOLIKŠNI MERI SE STRINJATE Z NAVEDENO TRDITVIJO?
Mediji v Sloveniji veliko pozornosti namenjajo področju 
varstva osebnih podatkov
1 - Sploh se ne strinjam 2 - Se ne strinjam
3 - Se niti strinjam, niti ne strinjam 4 - Se strinjam
5 - Se popolnoma strinjam
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Zadnji dve vprašanji sta bili demografski. V anketi je bilo največ vprašanih (38 %) starih med 
26 in 35 let, malo manj kot tretjina starih med 16 in 25 let, približno enako je bilo starih med 
36 in 45 let ter 46 in 55 let, zelo majhen odstotek (2 %) vprašanih pa je bilo starih med 56 in 65 
let. Starejši na spletno anketo niso odgovarjali. 
V anketi je sodelovalo več žensk (70 %) kot moških (30 %). 
4.4.1 Primerjava odgovorov na vprašanja glede na spol in starost 
Želela sem preveriti, če spol in starost vplivata na to, kako so posamezniki odgovarjali na 
vprašanja. Večje razlike med posameznimi skupinami vprašanih so se pokazale pri naslednjih 
vprašanjih. 
V splošnem dobra polovica posameznikov, starih med 36 in 45 let, meni, da ima nad podatki, 
ki jih dajejo na spletu, nadzor. Pri posameznikih, starih med 26 in 35 let, je takih 41 %, v vseh 
ostalih starostnih kategorijah pa je delež precej manjši. Največ vprašanih, ki menijo, da nad 
podatki, ki jih dajejo na spletu, nimajo nobenega nadzora, prihaja iz najmlajše kategorije (39 
%), sledijo pa jim vprašani v najstarejši kategoriji (33 %) (glej Slika 4.27). 
 
Slika 4.27: Primerjava odgovorov na peto vprašanje glede na starostno kategorijo 
 
V splošnem približno enak delež moških in žensk meni, da imajo nadzor nad podatki, ki jih 
dajejo na spletu. Razlika se pokaže pri mnenju, da nad podatki nimajo nobenega nadzora, kjer 










1 - Popoln nadzor 2 - Delni nadzor 3 - Nobenega
nadzora
4 - Odvisno od
spletnega mesta in
aplikacije
5 - Ne vem
Koliko menite, da imate nadzora nad podatki, ki jih dajete 
na spletu?
16-25 let 26-35 let 36-45 let 46-55 let 56-65 let
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Slika 4.28: Primerjava odgovorov na peto vprašanje glede na spol 
 
Pri trditvi ''Poznam svoje pravice v zvezi z varstvom osebnih podatkov'' se največji delež 
vprašanih, ki so pripadniki mlajših dveh generacij, v splošnem ne strinja, da pozna svoje pravice 
v zvezi z varstvom osebnih podatkov, medtem ko se največji delež vprašanih, ki so pripadniki 
starostnih kategorij med 36 in 45 leti ter 46 in 55 leti, v splošnem strinja, da pozna svoje pravice 
v zvezi z varstvom osebnih podatkov (glej Slika 4.29). 
Slika 4.29: Primerjava odgovorov na vprašanje 9c glede na starostno kategorijo 
 
Pri primerjanju odgovorov glede na spol ugotovimo, da je delež žensk in delež moških, ki se v 
splošnem ne strinjajo, da poznajo svoje pravice v zvezi z varstvom osebnih podatkov, približno 










1 - Popoln nadzor 2 - Delni nadzor 3 - Nobenega
nadzora
4 - Odvisno od
spletnega mesta
in aplikacije
5 - Ne vem












1 - Sploh se ne
strinjam
2 - Se ne strinjam 3 - Se niti strinjam,
niti ne strinjam
4 - Se strinjam 5 - Se popolnoma
strinjam
Poznam svoje pravice v zvezi z varstvom osebnih 
podatkov
16-25 let 26-35 let 36-45 let 46-55 let 56-65 let
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Slika 4.30: Primerjava odgovorov na vprašanje 9c glede na spol 
 
 
4.5 Omejitve raziskave in nadaljnje raziskovanje 
Vzorec potrošnikov, ki so odgovarjali na spletno anketo, je majhen, saj predstavlja maj kot 1 % 
vseh prebivalcev v naši državi (''Statistični urad RS'', b.d.), uporabila pa sem način 
neverjetnostnega vzorčenja, zato vzorec ni reprezentativen in ugotovitev ne moremo posplošiti 
na celotno Slovenijo. V vzorcu prevladujejo ženske (70 %), obenem pa je zastopanost po 
starostnih kategorijah neenakomerna. Raziskava je bila opravljena v obliki spletne ankete – 
večji krog posameznikov bi lahko zajela z osebnim anketiranjem.  
Raziskava je bila opravljena kmalu po sprejemu Splošne uredbe o varstvu osebnih podatkov, 
zato bi bili rezultati morda drugačni, če bi raziskavo izvedli kasneje, ko bi se omenjena uredba 
že bolje ustalila. Zanimivo bi bilo ponoviti raziskavo in primerjati rezultate dobljenih 
odgovorov in preveriti, če se zaradi daljšega obdobja, odkar je bila sprejeta omenjena uredba, 
odgovori razlikujejo. 
Primerjava odgovorov s strani organizacij in s strani potrošnikov bi bila zanimiva, če bi 











1 - Sploh se ne
strinjam
2 - Se ne strinjam 3 - Se niti strinjam,
niti ne strinjam
4 - Se strinjam 5 - Popolnoma se
strinjam





4.6 Raziskava Data Protection iz leta 2015 
Kot omenjeno, sem nekaj vprašanj v spletno anketo vključila po vzoru raziskave Data 
Protection (''Eurobarometer 83.1'', 2015). V nadaljevanju bom predstavila, kako so na 
vprašanja, ki sem jih uporabila tudi v svoji spletni anketi, odgovarjali državljani Slovenije pred 
sprejemom Splošne uredbe o varstvu podatkov. Predstavljeni rezultati nam lahko ponudijo 
vpogled, kako so posamezniki pred sprejemom omenjene uredbe gledali na deljenje osebnih 
podatkov, kakšen občutek nadzora so imeli nad lastnimi osebnimi podatki in kako 
(ne)zaskrbljeni so glede beleženja njihovih aktivnosti na različnih mestih. 
Neposredne primerjave dobljenih odgovorov leta 2015 in leta 2018 žal ne moremo izvesti, saj 
je vzorec moje raziskave nereprezentativen in neverjetnosten. V raziskavo Data Protection je 
bilo zajetih 1.025 opravljenih intervjujev (European Commission, Directorate-General for 
Justice & Consumers, 2015). Razlika je med drugim tudi v metodi zbiranja – v raziskavi Data 
Protection je bilo opravljeno intervjuvanje na domu (prav tam), sama pa sem uporabila spletno 
anketiranje. 
Največji delež vprašanih se v splošnem ne strinja s trditvijo ''Menim, da moram na spletu dajati 
osebne podatke'' (prav tam, T29) (glej Slika 4.31).  
Slika 4.31: Rezultati vprašanja QB2.2 iz leta 2015 
 
Večina vprašanih se v splošnem strinja, da ni druge možnosti, kot da dajo osebne podatke, če 









1 - Sploh se ne
strinjam
2 - Se ne strinjam 3 - Se niti strinjam,
niti ne strinjam
4 - Se strinjam 5 - Se popolnoma
stirnjam
Menim, da moram na spletu dajati osebne podatke
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Slika 4.32: Rezultati vprašanja QB2.3 iz leta 2015 
 
V splošnem se približno polovica vprašanih ne strinja, da dajanje osebnih podatkov zanje ni 
velika težava. Med temi je večina leta 2015 odgovorila s ''Sploh se ne strinjam''. S trditvijo se 
v splošnem strinja dobra tretjina vprašanih (prav tam, T31) (glej Slika 4.33). 
Slika 4.33: Rezultati vprašanja QB2.4 iz leta 2015 
 
Večina vprašanih se sploh ne strinja s trditvijo ''Nič nimam proti, da v zameno za osebne 
podatke dobim brezplačne spletne storitve''. Delež vprašanih, ki se v splošnem s trditvijo ne 









1 - Sploh se ne
strinjam
2 - Se ne strinjam 3 - Se niti strinjam,
niti ne strinjam
4 - Se strinjam 5 - Se popolnoma
stirnjam










1 - Sploh se ne
strinjam
2 - Se ne strinjam 3 - Se niti strinjam,
niti ne strinjam
4 - Se strinjam 5 - Se popolnoma
stirnjam
Dajanje osebnih podatkov zame ni velika težava
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Slika 4.34: Rezultati vprašanja QB2.6 iz leta 2015 
 
Leta 2015 je skupno 63 % vprašanih menilo, da ima nad podatki nadzor, zelo malo pa je takih, 
pri katerih je občutek nadzora nad podatki odvisen od spletnega mesta ali aplikacije (prav tam, 
T36)  (glej Slika 4.35). 
Slika 4.35: Rezultati vprašanja QB4 iz leta 2015 
 
V nadaljevanju ponazarjam odgovore pri vprašanju ''Dandanes je mnogo vaših vsakodnevnih 
aktivnosti zabeleženih na različne načine (prek kamer, kartic, spletnih mest itd.). Kako zelo ste 









1 - Sploh se ne
strinjam
2 - Se ne strinjam 3 - Se niti strinjam,
niti ne strinjam
4 - Se strinjam 5 - Se popolnoma
stirnjam





















Večina vprašanih ni bila preveč zaskrbljena glede beleženja njihovih vsakodnevnih aktivnosti 
na internetu. Skupen delež zaskrbljenih je za 14 % manjši kot skupen delež tistih, ki niso preveč 
zaskrbljeni (prav tam, T49) (glej Slika 4.36). 
Slika 4.36: Rezultati vprašanja QB12.1 iz leta 2015 
 
Glede beleženja aktivnosti na javnem mestu je skupen delež zaskrbljenih višji kot skupen delež 
takih, ki niso zaskrbljeni (prav tam, T51)  (glej Slika 4.37). 
Slika 4.37: Rezultati vprašanja QB12.2 iz leta 2015 
 
 
Leta 2015 skoraj dve tretjini vprašanih (64 %) v splošnem ni bilo zaskrbljenih glede beleženja 













3 - Nisem preveč
zaskrbljen/a
4 - Sploh nisem
zaskrbljen/a














3 - Nisem preveč
zaskrbljen/a
4 - Sploh nisem
zaskrbljen/a




Slika 4.38: Rezultati vprašanja QB12.3 iz leta 2015 
 
 
Skupen delež zaskrbljenih in tistih, ki v splošnem niso zaskrbljeni glede beleženja aktivnosti 
preko mobilnega telefona ali aplikacij, je približno enak (prav tam, T55)  (glej Slika 4.39).  
Slika 4.39: Rezultati vprašanja QB12.3 iz leta 2015 
 
V splošnem je glede beleženja aktivnosti prek plačilnih kartic zaskrbljenih 50 % vprašanih  

















3 - Nisem preveč
zaskrbljen/a
4 - Sploh nisem
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3 - Nisem preveč
zaskrbljen/a
4 - Sploh nisem
zaskrbljen/a
5 - Ne vem




Slika 4.40: Rezultati vprašanja QB12.5 iz leta 2015 
 
 
Skupen delež zaskrbljenih glede beleženja njihovih aktivnosti preko trgovinskih kartic in kartic 
znaša 36 %, v večini (55 %) pa posamezniki nad tem v splošnem niso zaskrbljeni (prav tam, 
T59)  (glej Slika 4.41). 
Slika 4.41: Rezultati vprašanja QB12.6 iz leta 2015 
 
V celoti izjavo o zasebnosti prebere dobra četrtina posameznikov, delno jo prebere 42 % 
vprašanih, takih, ki je sploh ne preberejo, pa je 29 %, kar pomeni, da je med možnostmi 
''preberem jih v celoti'', ''delno jih preberem'' in ''sploh jih ne preberem'', najmanj posameznikov 
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1 - V celoti jih preberem 2 - Delno jih preberem 3 - Sploh jih ne
preberem
4 - Ne vem
Če pomislite na izjave o zasebnosti podatkov v internetu, kateri 





5.1 Vpliv na organizacije 
Zerlang (2017, str. 8) izpostavlja, da je do potrebe po poenotenju zakonodaje prišlo, ker so 
organizacije žele uspehe zaradi vseh podatkov, ki so jim bili na voljo, obenem pa niso poskrbele 
za primerno zaščito teh podatkov. Težko bi rekli, da se je opisana situacija odvijala tudi v 
Sloveniji, saj je bilo za varstvo osebnih podatkov poskrbljeno z Zakonom o varstvu podatkov 
ZVOP-1, ki je precej strog in dobro ureja področje varstva osebnih podatkov. V primerjavi z 
zakonodajo v drugih državah Evropske unije je Slovenija na tem področju precej napredna, po 
mnenju nekaterih pa na določenih mestih celo preveč stroga: ''/…/ V Sloveniji smo imeli to 
srečo ali pa nesrečo, kakor si je kdo razlagal, da je bil že prejšnji oziroma še trenutno veljaven 
zakon precej strog, veliko bolj, kot bi moral biti. Lahko bi bil veliko milejši.'' (Intervjuvanec 5, 
2018, 12. september). Organizacijam so pri dobri pripravljenosti pomagali tudi interni akti, ki 
so jih imeli vzpostavljene, ISO certifikati in povezovanje področja varstva osebnih podatkov z 
drugimi zakoni in področji, npr. informacijsko varnostjo.  
Buri in Schär (2016, str. 481) opozarjata, da je skrb zbujajoče, s kakšno lahkoto podatki potujejo 
preko meja, kjer je zaradi razlike v zakonodaji težje poskrbeti za primerno raven varstva 
podatkov. To ugotavlja tudi naš sogovornik, ki pravi, da so ''/…/ še par let nazaj nekatere stranke 
prosili, naj zagotovijo vsaj neke osnove in sklenejo pogodbe, ki jih pri nas zakon zahteva za 
varstvo podatkov. Nekateri enostavno tega niso želeli, niti niso imeli interesa in niso vedeli, kaj 
je to.'' (Intervjuvanec 5, 2018, 12. september). Vseeno ocenjuje, da je bil postopek odobritve za 
iznos podatkov v tujino na zelo visoki ravni in je dobro ščitil prenos osebnih podatkov v tretje 
države. 
Zaradi dobre pripravljenosti v organizacijah ob prehodu na novo uredbo tam niso čutili 
prevelikih sprememb: ''Ne, mislim, da ni bilo drastične spremembe. Je pa na področju 
osveščanja zagotovo večji korak, kar je pa pravzaprav tudi namen, da znamo varovat svoje 
osebne podatke in posledično tudi podatke drugih.'' (Intervjuvanka 2, 2018, 4. september), na 
kar opozarja tudi sama uredba, ko navaja, kaj vse je potrebno upoštevati ob sprejemu Splošne 
uredbe o varstvu podatkov (Uredba (EU) 2016/679, 2016, L119/3).  
S sprejetjem uredbe so morale organizacije poskrbeti za primeren način zbiranja, obdelave in 
shranjevanja podatkov (Goddard, 2017, str. 703). Za organizacije to pomeni prilagoditev in 
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sprejem ustreznih tehničnih in organizacijskih ukrepov (Uredba (EU) 2016/679, 2016, 
L119/15). Organizacije v Sloveniji so se tega lotevale podobno – z analizo stanja in pregledom 
obstoječih pravilnikov, temeljitim in večkratnim pregledom nove uredbe, načrtom prilagajanja 
in usklajevanja vseh področij z novo uredbo ter usposabljanjem in informiranjem zaposlenih o 
novih zahtevah, ki jih narekuje uredba. 
Kljub temu da so bile organizacije dobro pripravljene na samo uredbo, je ta odprla kar nekaj 
novih vprašanj, za katera v Sloveniji še ni pravne prakse, saj sprejem novega zakona, ki bo 
skladen z novo uredbo, ni bil pravočasno urejen (Horvat, 2018). Večina organizacij to 
komentira kot nezaslišano in neprimerno, saj so tako podjetja prepuščena sama sebi, hkrati pa 
slabo luč na državo meče primerjava z ostalimi državami Evropske unije, ki so zakone že 
posodobile: ''Zdi se mi, da se je država prav ignorantsko vedla do tega področja. Dobro, vem, 
da nismo edina država, ki še nima sprejetega zakona. Jih je še nekaj v Evropi, pa vendar mislim, 
da to ni primerno. S tem je država pokazala mačehovski odnos do tega področja.'' 
(Intervjuvanka 2, 2018, 4. september). V organizacijah se pojavlja vprašanje, ali bo ob sprejemu 
novega zakona le-ta določena področja še bolj zaostril, kar bo pomenilo dodatno prilagajanje s 
strani podjetij: ''Seveda bi bilo bolje, če bi bil zakon že sprejet – mene skrbi, da bo zakon zopet 
zamajal zadeve. Zdaj smo se vsi pripravili po svojih najboljših močeh, nov zakon pa lahko zopet 
prinese specifike in je lahko strožji od same uredbe, nad čimer niti ne bi bil preveč presenečen 
glede na zgodovino.'' (Intervjuvanec 5, 2018, 12. september). Če torej naredimo primerjavo 
Slovenije pred in po uredbi, hitro ugotovimo, da smo priča dvema skrajnostma. Na eni strani 
gledamo državo, ki je pred sprejemom uredbe za področje varstva osebnih podatkov skrbela 
zelo dobro, včasih celo bolj, kot bi bilo potrebno. Na drugi strani vidimo državo, ki je med 
redkimi v Evropski uniji, ki svoje pravne prakse še ni posodobila skladno s Splošno uredbo o 
varstvu podatkov in organizacije pustila, da se znajdejo same. Ob tem se postavlja mnogo 
vprašanj – ali drži, kot namigujejo sogovorniki, da za državo to pač ni bila prioriteta; je morda 
trenutni Zakon o varstvu podatkov ZVOP-1 dovolj strikten, da posodabljanje zakona lahko 
počaka, da država uredi prednostne zadeve, in še vprašanje, ki se postavlja tudi na strani 
organizacij – kdaj lahko pričakujemo nov zakon in kaj vse bo ta prinesel.  
Za razliko od zakonodajalca, ki za sprejem novega zakona o varstvu podatkov ni pravočasno 
poskrbel, je svoje delo, sodeč po pričanjih sogovornikov, zelo dobro opravila informacijska 
pooblaščenka. Med naloge nadzornega organa med drugim spada ozaveščanje javnosti o novi 
uredbi, razlaganju, kaj le-ta prinaša, spremljanje in zagotavljanje spoštovanja uredbe ter 
ozaveščanje upravljavcev in obdelovalcev o njihovih obveznostih (Uredba (EU) 2016/679, 
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2016, Člen 57). Informacijska pooblaščenka je do sedaj dobro skrbela za osveščanje javnosti in 
nudenje podpore organizacijam, ki je bila v času, ko še ni pravne prakse, še kako potrebna: ''/…/ 
mislim, da vsaj na strani informacijskega pooblaščenca /…/  so bile pa predpriprave in 
obveščanje na visoki ravni. Informacijski pooblaščenec je imel res konstantno posodobljene 
informacije na svoji strani /…/.'' (Intervjuvanec 1, 2018, 30. avgust).  
Iniciative in skrb za boljše urejanje varstva osebnih podatkov in skladnosti z novo uredbo 
prihajajo s strani samih organizacij, v katerih se je izrisalo kar nekaj dobrih idej, ki bi lahko 
pomagale posameznim organizacijam pri prilagajanju na nove zahteve: ''Se mi zdi, da bi bila 
slika danes povsem drugačna, če bi se že leta 2016 oblikovala neka skupina deležnikov, ki 
imajo na tem področju več znanja in izkušenj, in bi stvari najbrž lahko pripravila pravočasno 
ter bistveno bolj kvalitetno od trenutnih predlogov. Informacijski pooblaščenec bi tukaj moral 
biti prvi in imeti glavno besedo pri oblikovanju implementacijskega zakona.'' (Intervjuvanec 5, 
2018, 12. september). Pomoč pri zagotavljanju skladnosti z novo uredbo bi lahko organizacije 
nudile ena drugi: ''Mislim, da izmenjava dobrih praks, bi bila zelo koristna. /…/ Morda 
izpostavljat primere dobrih praks, si jih izmenjat, govorit o tem. Ta uredba živi, vendar še ni 
pravne prakse, zato bi si lahko izmenjali dobre prakse, glede na to, da vsak na svoj način orje 
ledino.'' (Intervjuvanka 2, 2018, 4. september). 
Na samem začetku Splošne uredbe o varstvu podatkov je zapisano, da je bil glavni namen 
direktive, ki je bila predhodnica uredbe, harmonizacija varstva temeljnih pravic in da je 
potrebno to upoštevati tudi v novi uredbi (Uredba (EU) 2016/679, 2016, L119/1). Kljub temu 
smo zaradi posameznih področij, ki jih države znotraj Evropske unije lahko urejajo same s 
pomočjo drugih zakonov, že priča zelo raznolikim zakonodajam in težko govorimo o 
harmonizaciji varstva osebnih podatkov: ''Prebrala sem tudi, da seveda uredba velja za celo 
Evropsko unijo in je na nek način splošna, državam pa omogoča, da določena področja sama 
uredijo. Izkazalo se je, da so že tako različno uredili, da je vprašanje, če je to sploh kakšen plus.'' 
(Intervjuvanka 4, 2018, 10. september).  
Večina je tudi mnenja, da se glavni razlog za spremembo zakonodaje kaže v kaznovanju velikih 
korporacij, ki so zaradi izkoriščanja osebnih podatkov v svoj prid zamajala področje varstva 
podatkov: ''Sigurno je bil eden izmed ciljev uredbe kaznovat vsa ta večja podjetja, ''večje 
igralce'', ker očitno niso imeli nobenega učinkovitejšega orodja za to, vprašanje pa je, kako se 
bo to v praksi izkazalo.'' (Intervjuvanec 5, 2018, 12. september). Pri tem se samo od sebe odpira 
vprašanje, ali lahko rečemo, da je bil to pravi način postopanja, saj so morale svoje delovanje 
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prilagajati tudi organizacije, ki so do sedaj primerno skrbele za področje varstva osebnih 
podatkov. Organizacije v Sloveniji, ki so že delovale skladno z zakonodajo, so zaradi teh 
odmevnih primerov tudi same čutile posledice – panika in strah sta se čutila tako med 
zaposlenimi kot tudi zunaj organizacij, na strani potrošnikov. Svoje je pripomoglo tudi pretirano 
senzacionalistično poročanje s strani medijev in ustrahovanje s strani svetovalcev, ki so ponujali 
čudežne rešitve za urejanje skladnosti organizacij z novo uredbo in opozarjali na visoke globe, 
če organizacije do 25. maja 2018 ne bodo pripravljene na uredbo. 
Goddard (2017, str. 97) navaja, da nova uredba skrbi za večje zaupanje potrošnikov v 
organizacije. Od sprejema uredbe je minilo relativno malo časa, zato bo potrebno še nekoliko 
počakati, preden bomo lahko govorili o dejanskih posledicah, ki jih ima oziroma jih bo imela 
uredba tako na posameznike kot tudi na organizacije: ''/…/ se pa zavedamo, da smo z GDPR-
jem v obdobju, ko moramo vsi skupaj videti, kako Uredba deluje v praksi.'' (Intervjuvanka 3, 
2018, 7. september). Vsaj za zdaj podjetja večjih sprememb v odnosu do svojih potrošnikov ne 
opažajo, razen morda to, da je osveščenost o pravicah, ki jih ima posameznik, večja: ''Mislim, 
da so na področju osveščanja zagotovo nastale spremembe tudi v smislu pravic, ki jih imajo 
zaposleni v odnosu do drugih obdelovalcev njihovih osebnih podatkov. Potem pa seveda tudi 
pri skrbi za osebne podatke naših strank in tudi drug drugega.'' (Intervjuvanka 2, 2018, 4. 
september). 
Kakšne pa ima nova uredba možnosti v boju s hitrim tehnološkim napredkom? Zerlang (2017, 
str. 8) trdi, da tehnološki napredek ne bo težava, ker so v uredbi opredeljeni minimalni pogoji 
za zagotavljanje varnosti. Organizacije so drugačnega mnenja: ..Mislim, da bo tehnološki 
napredek tako hiter, da ne vem, če se bo to dalo na tak način urejat. Je pa fino, da se dajo neke 
smernice, da se ljudem pove: 'to lahko, to ne', ampak če bi hoteli vse uredit, dolgoročno gledano 
bo to kot boj z mlini na veter. Posodabljat bo potrebno stalno, tako da se mi zdi da bo to kar 
lost case.'' (Intervjuvanec 1, 2018, 30. avgust). 
Če na tem mestu poskusimo odgovoriti na zastavljeni raziskovalni vprašanji, kjer se 
sprašujemo, kako organizacije ocenjujejo Splošno uredbo o varstvu podatkov in kako je 
sprejem nove uredbe vplival na organizacije, ugotovimo, da enostavnega odgovora ni. 
Vsekakor drži, da prevladuje mnenje, da je bila uredba potrebna, v smislu da se natančno 
zabeleži, kakšne pravice imajo posamezniki in kakšne obveznosti organizacije. Ostaja 
pomislek, če ne bi morda zadostovalo, da bi varstvo osebnih podatkov še naprej urejala 
posodobljena direktiva. Sklepam lahko, da to izhaja iz dejstva, da je bilo varstvo osebnih 
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podatkov precej strogo in natančno opredeljeno v Zakonu o varstvu osebnih podatkov ZVOP-
1, skladno s katerim so delovale organizacije že do sedaj.  
Organizacije ocenjujejo, da nova uredba ne bo kos tehnološkemu napredku, obenem pa se 
izpostavlja, da bodo tisti, ki imajo namen prekršiti zakon, vedno našli način, saj se tehnologija 
razvija tako hitro, da je vedno korak pred pravnimi normami. 
Nova uredba je zelo kompleksna in pušča kar nekaj odprtih vprašanj, ki bi jih morala vsaka 
država reševati s pravno prakso. V Sloveniji do novega zakona še ni prišlo, kar se kaže v 
prepuščenosti podjetij samih sebi. Za razliko od zakonodajalca, organizacije lahko podporo 
najdejo na strani informacijskega pooblaščenca, ki je prevzel glavno vlogo pri usmerjanju 
organizacij in razjasnjevanju določenih področij, ki še niso regulirana.  
Implementacija Splošne uredbe o varstvu podatkov je v organizacijah pomenila veliko 
dodatnih aktivnosti – od analize in pregleda trenutnega stanja do temeljitega pregleda nove 
uredbe, pripravljanje načrta urejanja skladnosti z uredbo in komunikacijo z zaposlenimi. V 
posodabljanje je bilo vloženega veliko truda, kar za organizacije pomeni tudi dodaten strošek. 
Ali bodo koristi, ki naj bi jih prinesla uredba, večje od stroškov, bo pokazal čas. V Sloveniji 
bo na to močno vplivalo to, kakšen bo nov zakon s področja varstva osebnih podatkov in koliko 
dodatnega usklajevanja bo zahteval s strani organizacij. 
 
5.2 Vpliv na potrošnike 
Podjetja so s pomočjo napredne tehnologije dobila dostop do neomejene količine osebnih 
podatkov, ki jih lahko obdelujejo na najrazličnejše načine in imajo možnost neomejenega 
shranjevanja (McDermott, 2017, str. 4). Istočasno so ti podatki potovali preko različnih meja v 
tuje države, kjer je bilo področje varstva osebnih podatkov različno urejeno, zato je bilo 
zagotavljanje primernega varstva osebnih podatkov oteženo (Buri in Schär, 2016, str. 481). Ti 
razlogi in še mnogi drugi so klicali po spremembi zakonodaje na področju varstva podatkov. S 
potrebnostjo sprejema Splošne uredbe o varstvu podatkov se strinja tudi skoraj dve tretjini 
vprašanih.  
V Sloveniji je področje varstva osebnih podatkov pred sprejemom omenjene uredbe urejal 
Zakon o varstvu osebnih podatkov ZVOP-1 (Zakon o varstvu osebnih podatkov (uradno 
prečiščeno besedilo) (ZVOP-1-UPB1), 2007), ki je natančno določal pravice posameznika, med 
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katerimi lahko najdemo pravico do vpogleda, popravka, dopolnitve, ugovora, blokiranja in 
izbrisa. Rezultati spletne ankete so pokazali, da je skupen delež tistih, ki menijo, da so podjetja 
v Sloveniji pred sprejemom Splošne uredbe o varstvu podatkov primerno skrbela za varstvo 
osebnih podatkov za 23 % nižji od tistih, ki se s tem v splošnem ne strinjajo. 50 % vprašanih se 
s tem niti strinja, niti ne strinja. 
Zerlang (2017, str. 8) trdi, da je Splošna uredba o varstvu podatkov zasnovana tako, da 
opredeljuje minimalne pogoje za zagotavljanje varnosti in se nanaša na širše področje varstva 
osebnih podatkov, kar pomeni, da bo dolgoročno lahko v uporabi ne glede na hiter tehnološki 
napredek. Skoraj polovica vprašanih meni, da omenjena uredba glede na hiter tehnološki 
napredek dolgoročno ne bo mogla biti v uporabi, le četrtina vprašanih pa meni, da bo omenjena 
uredba v uporabi lahko dolgoročno. Slaba tretjina se ni mogla opredeliti.  
Potrošniki na splošno torej ocenjujejo Splošno uredbo o varstvu podatkov kot potrebno, 
vendar se skoraj polovica ne strinja, da bo dolgoročno lahko v uporabi. Pri tem velja 
opozoriti, da je v celoti omenjeno uredbo prebralo le 11 % vprašanih, deloma 56 % vprašanih, 
tretjina vprašanih pa uredbe ni prebrala. Skupen delež tistih, ki se strinjajo, da poznajo svoje 
pravice v zvezi z varstvom osebnih podatkov, je približno enak tistim, ki se v splošnem s tem 
ne strinjajo, in tistim, ki so odgovorili, da se niti strinjajo, niti ne strinjajo. Izstopa še podatek, 
da največji delež tistih, ki se v splošnem strinjajo, da poznajo svoje pravice v zvezi z varstvom 
osebnih podatkov, predstavljajo stari med 36 in 55 let. Na tem mestu moramo razmisliti, kako 
posameznike bolje seznaniti z njihovimi pravicami, saj je malo verjetno, da se bo delež oseb, 
ki bodo podrobno pregledale uredbo, ki je zapisana na 88 straneh, povečal; in pa tudi, kdo bi 
prevzel vlogo osveščanja javnosti. Posredovanje informacij je zaenkrat v največji meri prihajalo 
s strani medijev, samooklicanih strokovnjakov za področje varstva podatkov in s strani 
informacijske pooblaščenke. 
Splošna uredba o varstvu osebnih podatkov je v veljavo stopila 25. maja 2018 (Uredba (EU) 
2016/679, 2016), torej je v veljavi že skoraj 4 mesece. Organizacije so imele od dneva, ko je 
bila uredba sprejeta, do dneva, ko je začela veljati, dobri dve leti časa, da so področje varstva 
osebnih podatkov uskladile z omenjeno uredbo. Kar 85 % vprašanih še vedno meni, da bi 
morala podjetja bolje skrbeti za varstvo podatkov, več kot polovici vprašanih obdelava osebnih 
podatkov s strani podjetij vzbuja skrb, le 20 % pa je takih, ki osebne podatkov brez zadržkov 
delijo s podjetji. Zanimivo bi bilo preveriti, kje leži razlog za večji delež tistih, ki jim obdelava 
osebnih podatkov s strani organizacij vzbuja skrb, hkrati pa podjetja spodbuditi, da s potrošniki 
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bolj odprto komunicirajo o načinu zbiranja, obdelave in shranjevanja podatkov. Do povečanega 
odpora potrošnikov do organizacij, ki so zbirala njihove osebne podatke, namreč prihaja 
predvsem zaradi netransparentnega obdelovanja podatkov (Dewar, 2017, str. 96). Skoraj 90 % 
vprašanih se zaveda, da podjetja upravljajo z njihovimi osebnimi podatki, kar tri četrtine 
vprašanih pa bolj zaupa tistim podjetjem, ki jasno komunicirajo, kako skrbijo za varstvo 
osebnih podatkov. 
S Splošno uredbo o varstvu podatkov so organizacije primorane prilagoditi način obdelave 
podatkov, to pa lahko vodi do večjega zaupanja s strani potrošnikov (Goddard, 2017, str. 703). 
Enako meni Dewar (2017, str. 97), ki še dodaja, da se s povečanjem zaupanja s strani 
potrošnikov organizacije lahko izognejo uporabi pravice do izbrisa in pozabe s strani 
posameznikov, katerih podatke obdelujejo. V izvedeni spletni anketi le tretjina vprašanih zaupa 
podjetjem, ki upravljajo z njihovimi osebnimi podatki. Zaskrbljujoče je tudi dejstvo, da se manj 
kot četrtina vprašanih v splošnem strinja, da so podjetja v Sloveniji pred sprejemom Splošne 
uredbe o varstvu podatkov primerno skrbela za varstvo osebnih podatkov, skoraj enak odstotek 
vprašanih pa tudi meni, da se po sprejemu nove uredbe način varstva osebnih podatkov v 
Sloveniji ni bistveno spremenil. Beležimo tudi podatek, da večina vprašanih kaže visoko 
zaskrbljenost glede beleženja njihovih aktivnosti na mobilnem telefonu in aplikacij na mobilnih 
telefonih, preko plačilnih kartic in na internetu. Na tem mestu naj omenimo, da po drugi strani 
več kot tretjina vprašanih izjave o zasebnosti na internetu ne prebere, dobra polovica vprašanih 
prebere izjavo delno, tisti, ki jo preberejo v celoti, pa so v hudi manjšini. Tudi na tem mestu bi 
bilo smiselno preveriti, čemu večina posameznikov Izjav o zasebnosti ne prebere. Razloge 
lahko iščemo tako na strani izjav – so le te predolge, preveč nejasno zapisane, vsebujejo preveč 
strokovnih izrazov, ki jih posamezniki ne razumejo …, kot tudi na strani posameznikov – se 
posameznikom z branjem izjav ne zdi smiselno tratiti časa, menijo, da z branjem izjave njihova 
skrb ne bo manjša ipd.   
Še vedno torej lahko govorimo o zaskrbljenosti glede beleženja posameznikovih aktivnosti 
(predvsem na internetu, pri plačilnih karticah ter na mobitelu in aplikacijah na mobilnih 
telefonih). Posamezniki skrb za varstvo podatkov s strani organizacij, ki so v vlogi 
upravljavcem teh osebnih podatkov, pred novo uredbo v splošnem ne ocenjujejo kot 
primerno, obenem pa so mnenja, da se po uredbi to ni spremenilo.  Zaupanje podjetjem, ki 
upravljajo z osebnimi podatki, je s strani potrošnikov nizko. Podjetja, ki jasno komunicirajo, 
kako skrbijo za varstvo osebnih podatkov, uživajo več zaupanja s strani potrošnikov. S Splošno 
uredbo o varstvu podatkov so začrtani ukrepi za primerno zaščito posameznikovih osebnih 
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podatkov, z upoštevanjem katerih naj bi organizacije pridobile tudi zaupanje potrošnikov. Zdi 
se, da se dogaja ravno nasprotno. Razlogov za to je najbrž več, eden izmed teh pa bi bila lahko 
večja izpostavljenost posameznikov medijsko odmevnim primerom kršenja pravic 
posameznikov s strani velikih korporacij (Apple, Google, Facebook). Več kot polovica 
potrošnikov v Sloveniji se sicer v splošnem ne strinja, da mediji v Sloveniji veliko pozornosti 
namenjajo področju varstva osebnih podatkov. Slovenska javnost je bila medijskim objavam o 
varstvu podatkov in dogajanju na tem področju v največji meri izpostavljena par mesecev 
preden je v veljavo stopila Splošna uredba o varstvu podatkov ter na dan vstopa v veljavo. Teme 
poročanja so se nanašale na spremembe, ki jih prinaša omenjena uredba in pravice posameznika 
– na tem mestu navajam nekaj naslovov člankov: Naš molk ne bo več štel kot privolitev 
(''24ur.com'', 2018), GDPR: Veljati je začela večja zaščita osebnih podatkov državljanov EU-
ja (''RTVSLO.si'', 2018). Mediji so opozarjali tudi na pojav svetovalcev in oseb, ki so želele 
novo uredbo izkoristiti za lastno korist: GDPR izkoristili tudi nepridipravi: bodite pazljivi, kam 
vodijo spletne povezave (''24ur.com'', 2018a), GDPR: Svetovalci rastejo kot gobe po dežju 
(''RTVSLO.si'', 2018a). Nekaj člankov se je nanašalo tudi neposredno na to, kako smo se 
oziroma so se na omenjeno uredbo pripravljali pri nas: Pirc Musar: V Sloveniji smo vajeni, da 
se vsega lotevamo tik pred zdajci #GDPR (Rabuza, 2018). 
Splošna uredba o varstvu podatkov v ospredje postavlja posameznikovo lastništvo nad 
osebnimi podatki in bolj uporabniško usmerjene sisteme (De Hert in drugi, 2018. str. 201). 
Opolnomočenje posameznika se skozi omenjeno uredbo kaže s pravico o prenosljivosti 
podatkov, omenjena pravica pa skrbi tudi za večji nadzor nad lastnimi podatki (prav tam, str. 
193). Leta 2015, torej preden je v veljavo stopila Splošna uredba o varstvu podatkov, je skupno 
63 % vprašanih menilo, da ima nad podatki, ki jih dajejo na spletu, nadzor (European 
Commission, Directorate-General for Justice & Consumers, 2015), medtem ko je bilo leta 2018 
takih 40 %. V spletni anketi je 24 % vprašanih odgovorilo, da menijo, da nimajo nad podatki 
nobenega nadzora. Med temi, ki so mnenja, da nad podatki nimajo nobenega nadzora, je delež 
moških nekoliko večji kot delež žensk. Skupen delež tistih, ki se strinjajo, da zanje dajanje 
osebnih podatkov ni velika težava, znaša 23 %, več kot polovica pa se v splošnem s tem ne 
strinja. 
V splošnem je tretjina vprašanih mnenja, da se po sprejemu Splošne uredbe o varstvu podatkov 
način varstva podatkov v Sloveniji ni bistveno spremenil, slaba polovica se s tem niti strinja, 
niti ne strinja, najmanjši pa je skupen delež tistih, ki menijo, da se je način varstva osebnih 
podatkov bistveno spremenil. 
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Ne glede na vse pravice v Splošni uredbi o varstvu podatkov, ki spodbujajo opolnomočenje 
posameznika in povečanje nadzora nad lastnimi osebnimi podatki, ugotavljamo, da je delež 
takih, ki v splošnem menijo, da imajo nad podatki nadzor, manj kot 50%, obenem pa večini 
posameznikov deljenje osebnih podatkov predstavlja težavo. 
 
5.3 Primerjava odgovorov s strani obeh deležnikov 
Med organizacijami in posamezniki, ki so izpolnjevali spletno anketo, je mogoče potegniti 
nekaj vzporednic. Oboji so mnenja, da je bila Splošna uredba o varstvu podatkov potrebna. 
Zaradi različnih metod zbiranja podatkov žal nimamo podatka o natančnejši obrazložitvi 
odgovorov s strani potrošnikov. Organizacije na tem mestu navajajo, da je pozitivno, da se 
organizacije opomni na njihove obveznosti, potrošnike pa njihove pravice.  
Pri obeh se kaže dvom, da bo glede na hiter tehnološki napredek nova uredba lahko dolgoročno 
v uporabi. Na tem mestu je pri potrošnikih sicer kar velik del (ena tretjina) takih, ki se niso 
mogli opredeliti (izbrali so odgovor ''Ne vem''), sogovorniki v organizacijah pa so si bili glede 
tega precej enotni. 
Iz odgovorov obeh deležnikov lahko razberemo, da so mnenja, da mediji področju varstva 
osebnih podatkov niso namenjali veliko pozornosti, pri čemer je eden od sogovornikov nakazal 
tudi na možnost, da je bilo poročanje medijev (opozarjanje na kazni, senzacionalistično 
poročanje) plačano s strani tistih, ki so se želeli na ta račun okoristiti s svetovanji organizacijam, 
kako pravi čas poskrbeti za vse podrobnosti in zagotoviti skladnost z uredbo.  
Do razhajanja, ki najbolj ''bode v oči'', pa prihaja pri ocenjevanju skrbi za varstvo podatkov s 
strani organizacij. Pri posameznikih, ki so odgovarjali preko ankete, se večina ne strinja, da so 
podjetja pred uredbo primerno skrbela za varstvo podatkov, tretjina vprašanih pa tudi meni, da 
se po sprejemu Splošne uredbe o varstvu podatkov način varstva podatkov ni bistveno 
spremenil. Na tej točki so sicer enakega mnenja tudi sogovorniki v organizacijah, saj navajajo, 
da je uredba le nadgradnja zakona, v skladu s katerim so organizacije poslovale in še poslujejo, 
vendar menim, da se za prepričanje potrošnikov, da se stvari bistveno niso spremenile, razlog 
skriva drugje. Le tretjina vprašanih zaupa podjetjem, ki upravljajo z njihovimi podatki, odstotek 
oseb, ki osebne podatke brez zadržkov delijo s podjetji, pa je še manjši. Za vprašanjem, čemu 
prihaja do tako velikega razhajanja v oceni skrbi za varstvo podatkov, se najverjetneje skriva 
več razlogov. Smiselno bi bilo preveriti, kako transparentne so pri svoji komunikaciji 
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organizacije, in če na drugi strani posamezniki iščejo informacije o načinu skrbi za varstvo 






Področje varstva podatkov je zelo kompleksno, zato je za učinkovito urejenost področja 
potrebno sodelovanje različnih deležnikov. Odgovornost za varstvo podatkov najprej leži na 
zakonodajalcu, ki poskrbi za pravno podlago, kjer se jasno določijo zahteve (členi) in zapišejo, 
kakšne so posledice, če se teh zahtev ne upošteva. Za varstvo osebnih podatkov nato skrbijo 
organizacije kot upravljavci in obdelovalci osebnih podatkov, predvsem s spoštovanjem 
pravnih norm, dodatno pa tudi z lastnimi iniciativami, na primer osveščanjem posameznikov o 
obdelavi osebnih podatkov in transparentno komunikacijo s poslovnimi partnerji, potrošniki in 
drugimi posamezniki, katerih osebne podatke obdelujejo. Nenazadnje pa so za varstvo 
podatkov na nek način odgovorni tudi posamezniki. Pri tem imamo v mislih iskanje informacij 
o ravni varstva podatkov v organizaciji, s katero delijo osebne podatke, opozarjanje na 
nedoslednost in nenazadnje odgovorno in premišljeno deljenje osebnih podatkov z 
organizacijami in javnostmi. 
Oblikovanje Splošne uredbe o varstvu podatkov so spodbudili mnogi primeri kršenja pravic 
zasebnosti in varstva osebnih podatkov s strani velikih korporacij. S sprejemom nove uredbe 
na ravni Evropske unije so morale za skladnost poskrbeti tudi organizacije v Sloveniji, ki so do 
tedaj za področje varstva podatkov ustrezno skrbele na podlagi striktnega Zakona o varstvu 
osebnih podatkov ZVOP-1. Z različnih strani je slišati, da so se organizacije pri nas začele z 
implementacijo nove uredbe ukvarjati precej pozno, vendar za to ne gre kriviti le organizacij 
samih. V Sloveniji posodobitev zakonodaje v skladu s Splošno uredbo o varstvu podatkov ni 
bila izvedena pravočasno, zato s strani države oziroma zakonodajalca, ki bi ponudil pravno 
podlago, organizacije na podporo niso mogle računati. Štiri mesece po vstopu uredbe v veljavo 
je še veliko odprtih vprašanj in nerazjasnjenih postopkov ravnanja, na katera poskušajo 
organizacije odgovoriti same ali ob pomoči informacijskega pooblaščenca, ki je s podajanjem 
ključnih informacij in usmerjanjem podjetij, kolikor je bilo to mogoče, pripomogel k nekoliko 
lažji implementaciji uredbe na strani organizacij.  
Tako med organizacijami kot tudi med potrošniki prevladuje mnenje, da je bila Splošna uredba 
o varstvu podatkov potrebna, dvomijo pa v njeno dolgoročno uporabo glede na hiter tehnološki 
napredek. Na strani organizacij je sprejem nove uredbe pomenil veliko aktivnosti za 
zagotavljanje skladnosti z le-to. Ker je nova uredba zelo kompleksna in določena področja ureja 
zelo specifično, v večini organizacij, ki so sodelovale v raziskavi, postopki usklajevanja in 
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usposabljanja zaposlenih še potekajo. Kljub naštetim ukrepom, ki so jih sprejele organizacije, 
je na strani potrošnikov opaziti nizek delež tistih, ki zaupajo podjetjem, ki upravljajo z 
njihovimi osebnimi podatki, in zelo visok delež takih, ki se strinjajo, da bi morala podjetja bolje 
skrbeti za varstvo osebnih podatkov. Glede na nizek delež takih, ki politike zasebnosti preberejo 
v celoti, se je na tem mestu smiselno vprašati, kako dobro so potrošniki v resnici seznanjeni z 
ukrepi, ki jih za primerno raven varstva osebnih podatkov izvajajo organizacije in na čem 
temelji njihova zaskrbljenost, da podjetja za varstvo podatkov ne skrbijo dovolj dobro.  
Eden od namenov splošne uredbe o varstvu osebnih podatkov je tudi osveščanje o pravicah 
posameznikov, na katere se nanašajo osebni podatki, s katerimi naj bi bili posamezniki 
opolnomočeni in bi imeli nad svojimi osebnimi podatki, kot edini lastniki teh podatkov, boljši 
nadzor. Občutek nadzora nad osebnimi podatki je pri potrošnikih, ki so sodelovali v raziskavi, 
precej raznolik. Najmanj vprašanih ima občutek popolnega nadzora, sledijo jim tisti, pri katerih 
občutek nadzora variira glede na spletno mesto ali aplikacijo, malo manj je takih, ki imajo 
občutek delnega nadzora, kar četrtina vprašanih pa meni, da nad osebnimi podatki nimajo 
nobenega nadzora. Vpogled v razloge za odgovore, ki so jih izbirali posamezniki, bi nam 
pomagal razložiti, kako je lahko, kljub precej strogi zakonodaji na področju varstva podatkov, 
delež takih, ki imajo občutek popolnega nadzora nad podatki, na tako nizki ravni.  
Slovenija ostaja ena redkih držav v Evropski uniji, ki zakonodaje na področju varstva podatkov 
še ni posodobila, zato lahko v prihodnosti najverjetneje pričakujemo dodatne spremembe in 
posledično nove izzive na strani organizacij za zagotavljanje skladnosti. V organizacijah je 
zaznati strah, da bi nov zakon še bolj zaostril varstvo osebnih podatkov in zamajal ravnovesje, 
ki so ga ob upoštevanju nove uredbe uspele do sedaj vzpostaviti organizacije. Vprašanja, ki še 
vedno ostajajo odprta, bodo morda res spodbudila organizacije, da sodelujejo s prenosom 
dobrih praks in skupaj iščejo rešitve, kar lahko navsezadnje gledamo kot edino svetlo točko 
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PRILOGA A: VPRAŠALNIK 
Pozdravljeni, kot podiplomska študentka smeri Strateško tržno komuniciranje na Fakulteti za družbene vede v 
svoji zaključni nalogi raziskujem vpliv Splošne uredbe o varstvu podatkov (bolj poznano pod kratico GDPR) na 
potrošnike v Sloveniji. Anketa je primerna za vse posameznike s stalnim prebivališčem v Sloveniji, ki so starejši 
od 16 let. S sodelovanjem pri anketi mi boste pomagali pri moji raziskavi, zato vas vljudno prosim, da jo rešite 
do konca. Anketa vam vzame prb. 3-5 minut, vaše sodelovanje pa je anonimno. Že vnaprej se vam zahvaljujem 
za vašo pomoč.   
 
 
1. Ali menite, da je bila Splošna uredba o varstvu podatkov potrebna?   
 
Da  
 Ne  
 Ne vem  
 
 
2. Ali menite, da bo Splošna uredba o varstvu podatkov dolgoročno lahko v uporabi glede na hiter 
napredek tehnologije?   
 
 Da  
 Ne  
 Ne vem  
 
 
3. Ali ste Splošno uredbo o varstvu podatkov že pregledali?   
 
 Da, v celoti  
 Deloma  
 Ne  
 
 
4. V kolikšni meri se strinjate s spodaj navedenimi trditvami?   
 




2 - se ne 
strinjam 
3 - se 
niti 
strinjam
, niti ne 
strinjam 
4 - se 
strinjam 




Menim, da moram na spletu dajatiosebne 
podatke.      
Ni druge možnosti, kot da damosebne 
podatke, če hočem dobiti blago ali storitve.      
Dajanjeosebnih podatkov zame ni velika 
težava.      
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Nič nimam proti, da v zameno za osebne 
podatke dobim brezplačne spletne storitve.      
Ustreza mi, da mi podjetje na podlagi 
zbranih podatkov nudi personalizirano 
ponudbo. 
     
 
5. Koliko menite, da imate nadzora nad podatki,ki jih dajete na spletu, npr. možnost, da popravite, 
spremenite ali izbrišetete podatke?   
 
 Popoln nadzor  
 Delni nadzor  
 Nobenega nadzora  
 Odvisno od spletnega mesta in aplikacije  
 Ne vem  
 
6. Dandanes je mnogo vaših vsakodnevnih aktivnosti zabeleženih na različne načine (npr. prek kamer, 

















Na internetu (brskanje, prenašanje datotek, 
dostop do vsebin na spletu)      
Na javnem mestu (na cesti, podzemni, 
letališču itd.)      
V zasebnem prostoru (restavraciji, baru, 
klubu, pisarni itd.)      
Prek mobilnega telefona ali z uporabo 
aplikacij na mobilnih telefonih (poslušanje 
klicev, geo-lokacija) 
     
Prek plačilnih kartic (vaša lokacija in 
navada porabe)      
Prek trgovinskih kartic in kartic zvestobe 
(vaše preference, potrošniški vzorci itd.)      
 
 
7.  Če pomislite na izjave o zasebnosti podatkov v internetu, kateri od naslednjih stavkov najbolje opiše, 
kaj običajno storite?   
 v celoti jih preberem  
 delno jih preberem  
 sploh jih ne preberem  
 ne vem  
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8. V kolikšni meri se strinjate s spodaj navedenimi trditvami?   
 




2 - se ne 
strinjam 
3 - se 
niti 
strinjam
, niti ne 
strinjam 
4 - se 
strinjam 




Obdelava osebnih podatkov s strani podjetij 
mi vzbuja skrb.      
Podjetja bi morala bolje poskrbeti za 
varstvo podatkov.      
Osebne podatke brez zadržkov delim s 
podjetji.      
Zavedam se, da podjetja upravljajo z 
mojimi osebnimi podatki.      
Zaupam podjetjem, ki upravljajo z mojimi 
osebnimi podatki.      
Bolj zaupam podjetjem, ki jasno 
komunicirajo, kako skrbijo za varstvo 
osebnih podatkov. 
     
 
 
9. V kolikšni meri se strinjate s spodaj navedenimi trditvami?   
 




2 - se ne 
strinjam 
3 - se 
niti 
strinjam
, niti ne 
strinjam 
4 - se 
strinjam 




Podjetja v Sloveniji so pred sprejemom 
Splošne uredbe o varstvu podatkov 
primerno skrbela za varstvo osebnih 
podatkov. 
     
Po sprejemu Splošne uredbe o varstvu 
podatkov se je način varstva podatkov v 
Sloveniji bistveno spremenil. 
     
Poznam svoje pravice v zvezi z varstvom 
osebnih podatkov.      
Mediji v Sloveniji veliko pozornosti 
namenjajo področju varstva osebnih 
podatkov. 
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10. V katero starostno skupino spadate?  
 16 - 25 let  
 26 - 35 let  
 36 - 45 let  
 46 - 55 let   
 56 - 65 let  
 nad 65 let  
 
11. Spol:  
 Moški  
 Ženski 
 
