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 BAB IV 
ANALISA DAN PERANCANGAN 
Pada bab ini akan membahas tentang detail analisa dan perancangan yang di 
gunakan dalam penelitian implementasi pemrosesan paralel pada algoritma rivest 
Shamir alderman (RSA) menggunakan cluster beowulf. Adapun tahapan yang 
akan dilakukan pada bab ini bisa di lihat pada gambar 4.1 berikut. 
 
Gambar 4.1 Alur Tahapan Analisa dan Perancangan 
 
4.1 Analisa Permasalahan 
Permasalahan yang diangkat pada penelitian ini adalah bagaimana 
menggunakan cluster beowulf untuk melakukan proses kriptografi menggunakan 
algoritma Rivest Shamir Alderman (RSA). Algoritma RSA merupakan salah satu 
algoritma yang banyak di pergunakan oleh protocol keamanan dewasa ini, 
kuatnya keamanan serta tersedianya kunci publik dan kunci privat menjadi 
keunggulanya. Tetapi algoritma RSA memiliki kelemahan yaitu memerlukan 
waktu proses yang lama untuk melakukan tugas nya tersebut. 
Penggunaan pemrosesan paralel merupakan salah satu solusi untuk 
mengatasi waktu komputasi yang lama pada algoritma RSA. Pemrosesan paralel 
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nantinya akan di terapkan pada cluster dimana beban proses akan di bagi rata 
kesetiap node nya sehingga di harapkan waktu komputasi menjadi lebih singkat. 
Terdapat berbagai macam jenis cluster yang ada cluster beowulf  digunakan 
karena cluster beowulf bersifat consumer-grade yaitu komponen-komponen yang 
digunakan dalam cluster beowulf  banyak dijumpai dipasaran dengan harga yang 
murah dan dapat dimodifikasi kebentuk semula jika tidak digunakan lagi. Hal ini 
cocok dengan kondisi penelitian yang dilakukan diamanamenggunakan komputer-
komputer yang tersedia di lab komputer untuk membuat sebuah cluster tanpa 
harus membeli komponen-komponen yang mahal. 
Setelah membuat cluster penulis akan melakukan percobaan untuk 
mengetahui kemampuan cluster yang telah di buat tersebut. Adapun tools yang 
digunakan untuk melakukan pengetesan atau bhencmark adalah HPLinpack. 
HPLinpack merupakan tools yang digunakan oleh berbagai macam instansi 
didunia untuk mengetahui performa supercomputer didunia. Adapun hasil dari 
bhencmarking ini nanti berguna untuk melihat apakah cluster yang telah dibuat 
mempunyai kemampuan komputasi yang meningkat jika jumlah node nya di 
tambah, dan juga sebagai nilai pembanding kesuksesan aplikasi yang akan dibuat 
apakah menghasilkan peningkatan ataukah tidak. 
Pada penelitian ini kunci yang digunakan pada proses kriptografi 
menggunakan algoritma RSA ini adalah 1024 dan 2048 bit nilai tersebut 
merupakan nilai anjuran yang diberikan oleh penemu algoritma ini untuk 
mendapatkan kemanan yang lebih aman. 
Sebagai bahan percobaan untuk melakukan proses kriptografi menggunakan 
algoritma RSA ini berupa file text yang berisikan tentang Undang-undang dasar 
republik Indonesia tahun 1945. Undang-undang dasar republik Indonesia tahun 
1945 dipilih oleh penulis karena memiliki jumlah karakter 36529 yang dinilai 
penulis cukup banyak untuk di lakukan proses kriptografi. 
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4.2 Analisa Cluster Beowulf 
Dalam penelitian ini untuk membuat sebuah cluster beowulf memerlukan 
beberapa komponen-komponen yang dibutuhkan agar cluster bisa berfungsi 
sebagaimana mestinya. Untuk itu memerlukan analisa untuk membuat sebuah 
cluster yang bisa dilihat pada gambar 4.2 berikut. 
 
Gambar 4.2 Alur Proses Analisa Cluster 
Pada gambar 4.1 proses pertama dalam tahapan analisa cluster beowulf  
adalah menganalisa kebutuhan hardware pada cluster yang akan di bangun, 
kemudian setelah di dapatkan hasil analisa kebutuhan hardware maka dilanjutkan 
dengan menganalisa jaringan yang akan menghubungkan setiap node atau 
komputer yang ada pada cluster nantinya, setelah itu akan dilakukan analisa 
kebutuhan software yang dibutuhkan dalam pengoperasian cluster, dan terakhir 
akan dilakukan penganalisaan konfigurasi software yang dibutuhkan kepada 
cluster. 
4.2.1 Analisa Hardware Cluster 
Pada tahapan analisa hardware cluster merupakan tahapan menganalisa 
kebutuhan yang akan digunakan pada pembuatan cluster beowulf pada penelitian 
ini. Adapun jenis cluster yang digunakan pada penelitian kali ini adalah cluster 
berjenis beowulf. Pembuatan cluster beowulf memiliki sifat yaitu consumer-grade 
yaitu komponen yang digunakan dalam pembuatan cluster ini adalah komponen-
komponen yang dijual bebas dipasaran. Berdasarkan karateristik clusterbeowulf 
maka pada penelitian kali ini akan menggunakan hardware yang bisa dilihat pada 
tabel 4.1 berikut. 
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Tabel 4.1  Spesifikasi Kebutuhan Harware Cluster 
Identifikasi Nama Device Spesifikasi 
Head Node Laptop Acer 4731Z  Motherboard Acer HM41 
 Processor Pentium(R) Dual-Core CPU T4400 @ 2.20GHz 
 Ram 2GB DDR2 
 Hardisk ATA 160 GB 
 Ethernet interface AR8132 Fast Ethernet 
Node01 Personal Komputer 01  Motherboard Wearnes 8310L 
 Processor Intel (R) Pentium (R) dual CPU E2180@2.00GHZ 
 Ram 512MB DDR2 
 Hardisk ATA 160 GB Seagate 
 Ethernet interface RTL8111/8168/8411 PCI Express Gigabit 
Ethernet Controller 
Node02 Personal Komputer 02 
Node03 Personal Komputer 03 
Node04 Personal Komputer 04 
Node05 Personal Komputer 05 
Node06 Personal Komputer 06 
Switch TP-Link TL-SF1008D 8 Port 10/100Mbps 
Kabel UTP CAT-6 1,5 Meter @ 5 Unit 
Monitor Wearnes WX17W 17 Inch @ 1 Unit 
Keyboard Wearnes 1 Unit 
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Pada tabel 4.1 merupakan perangkat keras yang digunakan dalam 
pembuatan cluster nantinya. Semua komponen tersebut bersifat consumer-grade 
dimana semua komponen dapat di temukan dipasaran dan memiliki harga yang 
relatif lebih murah dibandingan spesifik cluster yang ada pada instansi-instasi lain 
nya. Penggunaan monitor dan keyboard yang hanya satu unit dikarenakan pada 
proses kerja nantinya monitor dan keyboard tidak digunakan tetapi hanya 
digunakan pada saat konfigurasi. Untuk komputer yang digunakan pada node 
adalah komputer yang tersedia pada lab database fakultas sains dan teknologi 
Universitas Islam Negri Sultan Syarif Kasim. 
A Analisa Jaringan Cluster 
Dalam menjalankan sebuah komputasi paralel dibutuhkan sebuah jalur 
komunikasi yang memungkinkan setiap node didalam cluster bisa saling 
berkomunikasi untuk menyelesaikan permasalahan lebih cepat. Adapun rancangan 
jaringan yang digunakan dalan cluster ini bisa dilihat pada gambar 4.3 berikut. 
 
Gambar 4.3 Rancangan Jaringan Cluster 
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Pada gambar 4.3 setiap komputer diberi ip kelas c, ip dimulai dari 
192.168.1.2 – 192.168.1.8 dengan subnet mask 255.255.255 dan  gateway adalah 
ip head node yaitu 192.168.1.2 serta network adalah 192.168.1.0 dengan 
broadcast ip 192.168.1.255.  Semua komputer terhubung menggunakan kabel 
UTP dengan CAT 6 dengan setiap kabel nya memiliki panjang 1,5 meter dan 
terhubung ke sebuah switch 8 port dengan kecepatan 10/100 Mbps. 
Penggunaan monitor dan keyboard pada node tidak terlalu penting untuk 
digunakan karena head node bisa meremote komputer node yang terhubung 
kejaringan, dan penggunaan monitor dan keyboard hanya digunakan ketika head 
node tidak bisa meremote komputer node. 
 
4.2.2 Analisa Kebutuhan Software pada Cluster 
Dalam membangun sebuah cluster selain mempertimbangkan kebutuhan 
hardware juga perlu mempertimbangkan kebutuhan software. Perangkat lunak 
atau software berguna agar cluster yang dibuat dapat menjalankan program yang 
akan dibuat. Adapun daftar perangkat lunak yang dibutuhkan dalam pembuatan 
cluster ini bisa dilihat pada tabel 4.2 berikut. 
Tabel 4.2 Spesifikasi Software pada cluster 
Nama Software Versi Keterangan 
Ubuntu Desktop 32 bit  14.04 Sistem operasi yang digunakan oleh 
head node 
Ubuntu Server 32 bit 14.04 Sistem operasi yang digunakan oleh 
node 
Open SSH Server 6.6 Untuk melakukan remote pada 
komputer lain 
NFS Server 3 Untuk membuat file server pada head 
node  
NFS Client 3 Untuk menghubungkan node pada file 
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Nama Software Versi Keterangan 
server 
MPICH 2 3.2 Pustaka MPI untuk melakukan proses 
komputasi paralel. 
MPI4PY 2.0 Pustaka python untuk menghubungkan 
dengan pustaka MPI 
HTOP 1.0.2 Berfungsi untuk melakukan monitor 
proses pada komputer 
NTP server 4.2 Untuk melakukan sinkronasi waktu 
dengan waktu server dunia pada head 
node dan sinkornisasi waktu node pada 
head node 
Sublime Text 2 Text editor yang berfungsi untuk 
membuat program. 
HPLinpack 2.2 Berfungsi untuk melakukan 
bhencmarking pada cluster atau 
pengukuran kemampuan cluster 
 
Pada tabel 4.2 sistem operasi yang digunakan pada head node dengan node 
berberda versi, versi desktop digunakan pada head node dimaksudkan agar penulis 
dapat dengan mudah melakukan kegiatan seperti menulis koding dan lainnya, 
sedangkan pada node digunakan versi server karena pada node tidak diperlukan 
versi desktop karena akan menurunkan kinerja node dalam bekerja. 
Dalam meremot komputer masing masing komputer memerlukan software 
Open ssh yang berfungsi nantinya ketika melakukan proses komputasi paralel 
head node akan meremote node untuk melakukan tugasnya sesuai perintah head 
node. Selain itu untuk mengirimkan data dari head node ke node maupun sebalik 
nya dibutuhkan sebuah tempat dimana file tersebut bisa diakses secara bersama-
sama NFS server merupakan sebuah aplikasi untuk membuat sebuah direktori file 
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server agar bisa diakses oleh client dalam hal ini node, sedangkan NFS client 
berguna untuk menghubungkan client kepada direktori file server tersebut. 
MPICH2 merupakan sebuah library atau pustaka yang berguna untuk 
melakukan pemrosesan paralel karena di dalam nya memuat fungsi-fungsi untuk 
MPI. Sementara itu untuk menghubungkan bahasa pemograman python ke fungsi-
fungsi MPI digunakanlah  MPI4PY yang didalam nya terdapat pustaka-pustaka 
yang berguna untuk menghubungkan python dengan MPI. 
HTOP merupakan sebuah program yang berguna untuk melakukan 
monitoring proses yang terjadi pada komputer, fungsi nya hampir serupa dengan 
fungsi TOP pada command line yang terdapat pada terminal Ubuntu tetapi HTOP 
memiliki kelebihan tampilan yang lebih bagus serta interaksi yang lebih mudah 
digunakan. 
Untuk menyelaraskan waktu yang berada pada cluster digunakan NTP 
untuk mensinkronisasi waktu. Untuk head node waktu disinkonisasikan dengan 
waktu server NTP Indonesia dan untuk node waktu nya akan disinkronisasi kan 
dengan waktu head node. 
Untuk melihat kemampuan cluster yang telah dibuat diperlukan aplikasi 
untuk melakukan nya, HPLinpack merupakan sebuah aplikasi bhencmark untuk 
mengukur kemampuan cluster. Hasil dari HPLinpack sendiri merupakan sebagai 
acuan apakah cluster yang dibuat jika dilakukan proses penambahan node akan 
memiliki pertambahan nilai, yang kemudian menjadikan tolak ukur apakah 
aplikasi pemrosesan paralel menggunakan algoritma RSA nanti berhasil 
mempersingkat waktu pemrosesan nya. 
4.2.3 Analisa Konfigurasi Software pada Head Node Cluster 
Setelah menetapkan software apa saja yang akan digunakan dalam 
pembuatan cluster maka selanjutnya adalah tahapan analisa konfigurasi software 
tersebut kedalam cluster. Dalam tahapan konfigurasi head node ini penggunaan 
nama head node diganti menjadi master untuk memudahkan konfigurasi. Adapun 
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tahapan analisa konfigurasi software pada Head Node cluster dapat di lihat pada 
gambar 4.4. Untuk mengetahui tahapan instalasi yang dilakukan pada head node 
berdasarkan hasil analisa konfigurasi software pada head node bisa dilihat pada 
lampiran a. 
 
Gambar 4.4 Tahapan Konfigurasi Software pada Head Node 
1. Tahapan pertama dalam konfigurasi software pada head node adalah dengan 
menginstall sistem operasi. Sistem operasi dibutuhkan sebgai induk sistem 
yang nantinya akan menjalankan sistem-sistem lainnya pada head node. 
Sistem operasi yang digunakan pada head node adalah ubuntu 14.04 desktop. 
2. Tahapan konfigurasi jaringan merupakan tahapan untuk melakukan 
pengaturan jaringan yang digunakan pada head node sesuai hasil pada analisa 
jaringan. Konfigurasi jaringan yang dilakukan pada head node adalah 
memberikan ip address 192.168.1.2, netmask 255.255.255.0, gateway 
192.168.1.2 , broadcast 192.168.1.255, dan menuliskan hostname yang ada 
berserta ip yang digunakan pada cluster.  
3. Tahapan pembuatan user merupakan tahapan membuat sebuah user baru yang 
berguna nantinya proses yang dilaksanakan pada cluster menggunakan user 
tersebut. Adapun nama user yang dibuat nantinya adalah mpiu dengan lokasi 
file user tersebut terletak pada /home/mpiu/mpiu. 
4. Tahapan konfigurasi Open SSH Server merupakan tahapan yang berfungsi 
untuk melakukan remote komputer node dalam melaksanan pemrosesan 
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paralel. Adapun konfigurasi yang dilakukan adalah membuat sebuah kunci 
ssh baru kemudian menyalin kunci publik tersebut ke setiap node agar ketika 
sistem ingin meremote tidak perlu memasukan password. 
5. Tahapan konfigurasi NFS Server merupakan tahapan instalasi NFS Server 
yang berfungsi untuk membuat sebuah server direktori yang bisa diakses dan 
digunakan secara bersama oleh komputer node. File yang digunakan pada 
proses pemrosesan paralel pada cluster akan diletakan pada 
/home/mpiu/mpiu/mirror/mpiu/.   
6. Tahapan Instalasi MPICH2 merupakan tahapan yang berguna untuk proses 
MPI pada head node. Adapun file MPICH2 yang digunakan pada proses 
instlasi di komputer head node berasal dari website resmi MPICH2 
http://www.mpich.org/static/downloads/3.2/mpich-3.2.tar.gz dengan prefix 
yang digunakan pada saat instalasi yaitu terletak pada /usr/local dengan 
fortran disable.   
7. Tahapan instalasi MPI4PY merupakan tahapan yang berfungsi untuk 
menerjemahkan bahasa pemograman python kepada bahasa MPI. File 
instalasi yang digunakan pada head node berasal dari website resmi MPI4PY  
https://pypi.python.org/pypi/mpi4py dengan prefix yang digunakan pada 
instalasi terletak pada /usr/local/ 
8. Tahapan konfigurasi NTP Server merupakan tahapan yang berfungsi untuk 
menyelaraskan waktu yang ada pada head node dengan waktu server dunia. 
Waktu server yang digunakan adalah waktu server Indonesia dengan ip server 
0 sampai 4.id.pool.ntp.org. Selain itu dilakukan juga proses pembatasan siapa 
saja yang nantinya menyelaraskan waktu dengan head node, pemberian 
pembatasan akses ini diberikan kepada seluruh node yang ada pada cluster 
sehinga nantinya hanya komputer node saja yang bisa menyelaraskan waktu 
dengan head node. 
9. Tahapan instalasi HTOP merupakan tahapan yang berfungsi untuk 
memonitoring proses yang ada pada head node dengan tampilan yang lebih 
baik. 
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4.2.4 Analisa Konfigurasi Software pada Node Cluster 
Setelah menetapkan software apa saja yang akan digunakan dalam 
pembuatan cluster maka selanjutnya adalah tahapan analisa konfigurasi software 
tersebut kedalam cluster. Dalam pengkonfigurasian software pada node ada 
sedikit perbedaan dengan pengkonfigurasian head node. Adapun tahapan analisa 
konfigurasi software pada Node cluster dapat di lihat pada gambar 4.5 . Untuk 
mengetahui tahapan instalasi yang dilakukan pada node berdasarkan hasil analisa 
konfigurasi software pada node bisa dilihat pada lampiran b. 
 
Gambar 4.5 Tahapan Analisa Konfigurasi Software pada Node Cluster 
1. Tahapan pertama dalam konfigurasi software pada node adalah dengan 
menginstall sistem operasi. Sistem operasi dibutuhkan sebgai induk sistem 
yang nantinya akan menjalankan sistem-sistem lainnya pada node. Sistem 
operasi yang digunakan pada node adalah ubuntu 14.04 server. Penggunaan 
versi server pada node dimaksudkan agar bisa melakukan proses komputasi 
lebih lancar daripada versi gui dimana spesifikasi yang dimiliki node cukup 
rendah. 
2. Tahapan konfigurasi jaringan merupakan tahapan untuk melakukan 
pengaturan jaringan yang digunakan pada node sesuai hasil pada analisa 
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jaringan. Konfigurasi jaringan yang dilakukan pada head node adalah 
memberikan ip address 192.168.1.<3-6>, netmask 255.255.255.0, gateway 
192.168.1.2 , broadcast 192.168.1.255, dan menuliskan hostname yang ada 
berserta ip yang digunakan pada cluster.  
3. Tahapan pembuatan user merupakan tahapan membuat sebuah user baru yang 
berguna nantinya proses yang dilaksanakan pada cluster menggunakan user 
tersebut. Adapun nama user yang dibuat nantinya adalah mpiu dengan lokasi 
file user tersebut terletak pada /home/mpiu/mpiu. 
4. Tahapan konfigurasi Open SSH Server berfungsi agar komputer head node 
bisa meremote komputer node dalam melaksanan pemrosesan paralel. 
Adapun konfigurasi yang dilakukan adalah membuat sebuah kunci ssh baru 
kemudian menyalin kunci publik tersebut ke komputer head node. 
5. Tahapan konfigurasi NFS Client berfungsi agar komputer node bisa 
mengakses dan menggunakan file bersama pada komputer head node 
sehingga bisa melakukan pemrosesan paralel. Untuk bisa mengakses dan 
menggunakan file pada head node maka node harus membuat direktori yang 
dapat menampung file tersebut. Adapun lokasi direktori tersebut nantinya 
diletakan pada /home/mpiu/mpiu/mirror/mpiu. 
6. Tahapan Instalasi MPICH2 merupakan berguna untuk proses MPI pada node. 
Adapun file MPICH2 yang digunakan pada head node berasal dari website 
resmi MPICH2 http://www.mpich.org/static/downloads/3.2/mpich-3.2.tar.gz 
dengan prefix yang digunakan pada saat instalasi yaitu terletak pada /usr/local 
dengan fortran disable.   
7. Tahapan instalasi MPI4PY merupakan tahapan yang berfungsi untuk 
menerjemahkan bahasa pemograman python kepada bahasa MPI. File 
instalasi yang digunakan pada node berasal dari website resmi MPI4PY  
https://pypi.python.org/pypi/mpi4py dengan prefix yang digunakan pada 
instalasi terletak pada /usr/local/ 
8. Tahapan konfigurasi NTP Server merupakan berfungsi untuk menyelaraskan 
waktu yang ada pada node dengan waktu head node.  
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9. Tahapan instalasi HTOP merupakan tahapan yang berfungsi untuk 
memonitoring proses yang ada pada node dengan tampilan yang lebih baik. 
4.2.5 Analisa Bhencmark Cluster 
Pada tahap analisa bhencmark cluster atau pengukuran kemampuan cluster 
adalah komputer node yang terdiri dari 6 unit personal komputer dengan prosesor 
Intel(R) Pentium(R) Dual CPU E2180 @ 2.00GHz dengan setiap prosesor 
memiliki 2 core, kemudian memiliki 512 MB ram setiap node dengan kapasitas 
penyimpanan setiap node nya 160GB. Untuk melakukan bhencmarking cluster  
digunakan aplikasi HPLinpack. Dalam melakukan pengkuruan kemampuan 
cluster menggunakan HPLinpack dibutuhkan beberapa nilai yang diperlukan 
seperti nilai N,P,Q,NB. Nilai tersebut berbeda pada setiap cluster  karena nilai 
tersebut berdasarkan pada spesifikasi pada cluster yang dibuat. 
A Perhitungan Nilai N 
Nilai N merupakan salah satu nilai yang digunakan untuk melakukan 
pengukuran kemampuan cluster. Adapun rumus yang digunakan untuk 
mendapatkan nilai N dengan rumus (2.5) 
Berdasarkan spesifikasi komputer node yang digunakan pada cluster jumlah 
memori yang digunakan adalah sebanyak 512 x 6 MB yaitu sama dengan 3 GB. 
Adapun perhitungan nilai N adalah: 
N = √
  (  )      
 
 
N = √
          
 
 
N = √          
N = 20066 
Nilai N yang digunakan adalah sebersar dari 80% dari total nilai N yang ada 
sehingga, 
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N = 20066* 0,8 
N = 16052 
B Perhitungan Nilai P dan Q 
Nilai P dan Q merupakan salah satu nilai yang digunakan dalam pengukuran 
kemampuan cluster menggunakan HPLinpack. Nilai P dan Q merupakan nilai dari 
jumlah core yang dimiliki oleh cluster berdasarkan spesifikasi komputer node 
yang digunakan dalam cluster adalah (2 x 6) 12. Adapun  nilai P dan Q sama 
dengan nilai P lebih kecil dibandingkan Q dan jika di kalikan merupakan jumlah 
core yang digunakan dalam cluster.  
Tabel 4.3 Tabel Perhitungan Nilai PQ 
P X Q 
1 * 12 
2 * 6 
3 * 4 
 
Berdasarkan tabel 4.3 didapatkan nilai P adalah 3 dan nilai Q adalah 4 
dimana hanya kombinasi bilangan tersebut nilai P sedikit lebih kecil dari nilai Q 
dan jika di kalikan menghasilkan nilai 12. 
C Perhitungan Nilai Number Block (NB) 
Nilai NB merupakan nilai yang digunakan dalam pengukuran kemampuan 
cluster. Nilai NB sendiri bebas untuk dipilih dari 96 hingga 256 dimana dengan 
jarak nilai 8. Dalam penelitian ini nilai NB 120 dipilih karena berdasarkan hasil 
pengujian nilai NB dari 96 hingga 256 dengan selisih jarak 8 didapatkan nilai NB 
memiliki nilai bhencmark yang tertinggi, untuk data lengkap tentang percobaan 
nilai NB bisa dilihat pada lampiran d. 
D Konfigurasi HPLinpack 
Setelah didapatkan nilai-nilai yang akan digunakan dalam bhencmarking 
cluster atau pengukuran kemampuan cluster maka tahapan selanjutnya melakukan 
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konfigurasi HPLinpack. Adapun tahapan yang dilakukan untuk melakukan 
instalasi  HPLinpack bisa dilihat pada lampiran c. Setelah melakukan instalasi 
HPLinpack selanjutnya adalah melakukan konfigurasi file HPL.dat pada folder 
/bin/<nama arch>. Adapun konfigurasi yang dilakukan pada file HPL.dat ini 
adalah memasukan nilai N,P,Q,dan NB yang sudah dicari pada tahapan analisa. 
 
Gambar 4.6 File HPL.dat 
Pada gambar 4.6 merupakan file konfigurasi yang akan jalankan HPLinpack 
dalam melakukan pengukuran kemampuan cluster. Untuk memasukan nilai N 
yang sudah dicari bisa di masukan pada baris ke 6, untuk nilai NB bisa dimasukan 
pada baris 8, untuk nilai P bisa dimasukan pada baris ke 11, untuk nilai Q bisa 
dimasukan pada baris 12.  
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4.3 Analisa Sistem 
Untuk membuat sebuah sistem yang baik diperlukan sebuah analisa terlebih 
dahulu, hal ini dimaksudkan agar hasil dari sistem yang dibuat sesuai dengan 
permasalahan yang ada dan bisa mencapai tujuan penelitian ini. Pada tahapan 
analisa sistem terdapat 3 tahapan yaitu, analisa kunci algoritma RSA, analisa 
sistem serial, analisa sistem paralel. 
4.3.1 Analisa Kunci Algoritma RSA 
Algoritma RSA terdiri dari 2 buah kunci yaitu kunci publik  dan kunci 
privat. Kunci publik digunakan untuk proses enkripsi pesan adapun kunci ini 
bebas untuk diketahui oleh orang umum. Sedangkan untuk kunci privat digunakan 
untuk proses dekripsi pesan, adapun kunci ini dirahasiakan dan ditujukan untuk 
orang tertentu yang berhak untuk melakukan dekripsi pesan. 
Dalam penelitian ini kekuatan kunci yang akan digunakan adalah 1024 dan 
2048 bit. Nilai kekuatan kunci tersebut dilihat jumlah bit yang terkandung dari 
nilai N yang ada pada salah satu kunci publik. Untuk membuat kunci dengan 
kekuatan 1024 bit dibuthkan sekitar 309 digit bilangan desimal dan 2048 bit 
dibutuhkan sekitar 617 digit bilangan desimal. 
A Analisa Kunci Algoritma RSA 1024 Bit 
Untuk membuat sebuah kunci RSA dengan kekuatan kunci 1024 bit 
dibutuhkan sekitar 309 digit nilai pada N, adapun nilai N merupakan perkalian 
antara dua buah bilangan prima P dan Q. Adapun cara untuk mengetahui jumlah 
digit yang dihasilkan dari sebuah perkalian adalah dengan menjumlahkan kedua 
digit bilangan tersebut. Hal ini berarti jumlah digit yang akan digunakan pada 
bilangan prima P berkisar 155 digit dan nilai Q berkisar 154 digit. Setelah 
mengetahui jumlah digit pada nilai P dan Q maka tahapan selanjutnya adalah 
memilih bilangan prima yang memiliki panjangan desimal dengan nilai P berkisar 
155 dan nilai Q 154 digit.  
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Pada penelitian ini bilangan prima yang digunakan P bernilai 
124872981215922979955718637018223195316901830591649213190300971517
053727885314573053508774434533010183563164113243490001140348189043
71890246563284644750239 memiliki jumlah digit berjumlah 155. 
Selanjutnya untuk nilai bilangan prima Q yang digunakan adalah  
125080489111127242069572489811218411248140770717037595897771782819
415588013888920594972861522260724495063666403825815077836332360539
25811538598860498437133 memiliki jumlah digit berjumlah 155. 
Langkah selanjutnya adalah menentukan nilai N, nilai N merupakan hasil 
perkalian dari bilangan PxQ adapun hasil perkalian tersebut adalah 
156191735672522509307295369248944230188312592311547952120077202570
021165915783350540905701927604053185796145616566355061055381147668
070134033302978222771129259270175409703403780326706632247606019953
152337903131802009801272641693537562503866805468122943391369809348
497791165586348837698324479411519772628224787 memiliki panjang 
desimal yaitu 309 digits dan memiliki 1024 bit. Walaupun pada bilangan Q 
berlebih 1 digit hasil tersebut tetap memiliki hasil N yang sesuai dengan harapan.  
Tahapan selanjutnya adalah mencari nilai M memiliki rumus M = (   )  
(   ). Adapaun hasil dari rumus tersebut adalah 
156191735672522509307295369248944230188312592311547952120077202570
021165915783350540905701927604053185796145616566355061055381147668
070134033302978222771104263923142704681201251214023688086949515693
021469222222994734367625710103617213139018641872443569923507126296
790860657688680782740026777626357627485037416. 
Untuk mencari bilangan e adapun nilai e merupakan koprima dari nilai φ 
salah satu cara untuk mencai bilangan e yaitu menggunakan GCD.  
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Tabel 4.4 Perhitungan nilai e 1024 bit 
E GCD (M,e) 
6 M mod 6 = 0 
7 M mod 7 = 4 
7 mod 4 = 3 
4 mod 3 = 1 
3 mod 1 = 0 
GCD (7,M) 
 
Pada tabel 4.4 menjelaskan tentang proses pencarian nilai e dengan 
menggunakan GCD antara nilai M dengan nilai e. Nilai e yang digunakan adalah 
nilai yang memiliki hasil GCD sama dengan 1, untuk nilai e sendiri dimulai dari 
6. Nilai e yang digunakan pada kunci 1024 bit ini adalah 7 karena nilai GCD nilai 
M terhadap 7 menghasilkan nilai sama dengan 1. 
Tahapan selanjutnya adalah mencari nilai d, nilai d berfungsi sebagai salah 
satu nilai  yang digunakan dalam kunci privat untuk melakukan proses enkripsi. 
Adapun untuk mendapatkan nilai d menggunakan rumus (2.1) ,dimana nilai d 
menghasilkan bilangan bulat.  
Tabel 4.5 Perhitungan nilai d 1024 bit 
K 
   
    
 
 
1 2.231310509607464418675648132E+307 
2 4.462621019214928837351296264E+307 
3 6.693931528822393256026944396E+307 
4 8.925242038429857674702592529E+307 
5 1115655254803732209337824066063887358487947087939628
2294291228755001511851127382181493264423400289513271
1532583261682186468129391191478667166644984444836503
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K 
   
    
 
 
0456593876462008580365814454914906782254950153351587
3071052454830407864544086652787045848031683565964794
7354850614755491914844814304841161684019632169583 
 
Pada tabel 4.5 menjelaskan perhitungan untuk mendapatkan nilai d, dengan 
nilai k yang dilakukan percobaan dimulai dari 1 hingga 5. Pada Nilai K sama 
dengan 5 hasil yang didapatkan adalah bilangan bulat, maka dari itu nilai d yang 
digunakan adalah nilai k sama dengan 5. 
B Analisa Kunci Algoritma RSA 2048 bit 
Untuk membuat sebuah kunci RSA yang memiliki kekuatan 2048 bit 
membutuhkan panjang desimal sebesar 617 digits pada nilai N. Nilai N 
merupakan nilai yang di dapatkan dari perkalian dua bilangan  prima yaitu P dan 
Q. Untuk mendapatkan jumlah digit tertentu dalam perkalian dua buah bilangan 
dalam hal ini P dan Q yaitu dengan menjumlahkan jumlah digit antara dua 
bilangan sehingga untuk mendapatkan 617 digit pada bilangan N dibutuhkan 309 
digits pada nilai P dan 308 digit pada nilai Q. Setelah mengetahui jumlah digit 
yang dibutuhkan untuk membat nilai N maka tahapan selanjut nya adalah memilih 
dua bilangan prima yang berbeda anata P dan Q. 
Pada penelitian ini bilangan prima yang digunakan pada P bernilai 
112599488011164065402438608863505419244978810160612880243096079799
471187290793349408878840866434639117709463978275338390954960093189
956604425653720689550242923213631602009828772222621298575078614732
649015954712081821838206466435244649101989361254312994428917398314
144570780160236846252285278017160693842966563, memiliki panjang digit 
309. 
Selanjutnya memilih bilangan prima yang digunakan pada Q bernilai  
164940336373927221268971553616468536540307592101801751620224721073
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870880614146758341457434759831433392256644732625420425292629730655
631172325921863547952766057983447485502273035180956254701282507988
307241112140944746665835172873429321338741954332443867376358888604
359658510603791203246033896441858503350241787, memiliki panjang digit 
309. 
Setelah mendapatkan nilai P dan Q selanjutnya adalah mencari nilai N. Nilai 
N didapatkan dari hasil perkalian antara nilai P dan Q. Nilai 
185721974280933863669276545430969992220419249043204952002675258334
269905800503198260127118922987151427158429651900735326124577833235
690633282569233717983603209405160795429300277158082710934002796710
836635459227572715102473126378190057952656626992592026171782685527
642162470350933085355467964465000133273571136422784867846922660922
658371990508413074016920972333533181429677110005272551853637729106
910009909282830409305046394570607128271428528373902124474187992853
662792730831652651507598709466629433536505538070890215079578051888
464627705790633330952892873200038991071754352639472371750396457910
36148683955695406368081 merupakan hasil perkalian bilangan bilangan P dan 
Q. 
Nilai yang dibuthkan selanjutnya adalah nilai M, nilai M adalah nilai yang 
didapatkan dengan menggunakan rumus    (   )  (   ). Adapun nilai M 
185721974280933863669276545430969992220419249043204952002675258334
269905800503198260127118922987151427158429651900735326124577833235
690633282569233717983603209405160795429300277158082710934002796710
836635459227572715102473126378190057952656626992592026171782685527
642162470350933085355467964465000133273571133647386623996009794208
556747190768855221152898348187214548221668376584593502452560225744
153747248557730748217937386982444652373190072496134608718345617823
572980760040777530489524673691096669925278328508319546549312366848
048234619050928923639737005631420938308885167597179464110115962927
16974224936498213159732. 
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Nilai selanjutnya yang dibutuhkan adalah E, nilai E merupakan nilai yang 
digunakan dalam kunci publik yang berfungsi untuk proses enkripsi pesan. Untuk 
mencari bilangan e dimana nilai e merupakan koprima dari nilai φ salah satu cara 
untuk mencai bilangan e yaitu menggunakan GCD.  
Tabel 4.6 Perhitungan Nilai E 2048 bit 
E GCD (M,e) 
2 M mod 2 = 0 
3 M mod 3 = 0 
4 M mod 4 = 0 
5 M mod 5 = 2 
5 mod 2 = 1 
2 mod 1 = 0 
GCD (5,M) 
 
Pada tabel 4.6 menjelaskan proses pencarian nilai E adapun nilai E dimulai 
dari 2 dan berhenti di 5. Pada nilai E sama dengan 5 mememiliki nilai GCD  
(5,M) sama dengan 1. Maka dari itu nilai E yang digunakan adalah 5. 
Tahapan terakhir adalah mencari nilai d, nilai d merupakan nilai yang 
digunakan pada kunci privat untuk proses dekripsi pesan. Untuk mendapatkan 
nilai d bisa menggunakan rumus   
    
 
 . 
Tabel 4.7 Perhitungan Nilai d 2048 bit 
K 
   
    
 
 
1 3.714439485618677273385530909E+615 
2 7428878971237354546771061817238799688816769961728198
0801070103333707962320201279304050847569194860570863
3718607602941304498311332942762533130276934871934412
8376206431817172011086323308437360111868433465418369
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K 
   
    
 
 
1029086040989250551276023181062650797036810468713074
2110568649881403732341421871857860000533094284534589
5464959840391768342269887630754208846115933927488581
9288667350633837400981024090297661498899423092299287
1749547929778609492760289984538434873382471294291923
0401631101219580986947643866797011133140332781861972
4946739219293847620371569455894802252568375323554067
03887178564404638517086789689974599285263893 
 
Pada tabel 4.7 menjelaskan perhitungan untuk mendapatkan nilai d, nilai d 
yang dipilih adalah nilai yang menghasilkan bilangan bulat. Untuk mendapatkan 
nilai d dilakukan percobaan nilai K dimulai dari 1 dan berakhir pada 2. Pada nilai 
K sama dengan 2 didapatkan nilai d merupakan bilangan bulat. 
4.3.2 Analisa Sistem Serial 
Pada tahapan ini akan membahas anilisa sistem serial yang akan dibuat. 
Analisa sistem serial perlu dibuat agar nantinya hasil dari sistem serial bisa 
dijadikan bahan acuan pembanding sistem paralel yang akan dibuat untuk itu 
maka dibutuhkan analisa sistem serial. Analisa sistem serial adalah sebuah analisa 
bagaimana satu sistem yang akan dibangun bekerja pada satu komputer. Adapun 
analisa yang dilakukan pada sistem serial terbagi 2 yaitu analisa sistem serial pada 
proses enkripsi dan paralel. 
A Analisa Sistem Enkripsi Serial 
Pada tahapan ini dilakukan analisa yang akan digunakan untuk membuat 
sebuah sistem Enkripsi menggunakan algoritma RSA adapun  sistem tersebut 
nantinya hanya akan berjalan pada sebuah komputer.  
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Gambar 4.7 Flowchart Sistem Enkripsi Serial 
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Berdasarkan gambar 4.7 berikut adalah keterangan flowchart sistem enkripsi 
serial: 
1. Tahapan pertama adalah penginputan lokasi file text yang akan dilakukan 
proses enkripi. Selain itu dibutuhkan inputan kekuatan kunci yang akan 
digunakan pada proses enkripsi dalam hal ini terdiri dari 2 jenis yaitu 1024 
dan 2048 
2. Tahapan kedua adalah proses pengecekan apakah inputan kekuatan kunci 
kosong atau tidak. Jika inputan kekuatan kunci kosong maka sistem akan 
secata default mengeset kekuatan kunci pada 1024 bit. 
3. Tahapan selanjutnya adalah meload file yang telah diimputkan dan 
menyimpan setiap karakter yang ada didalam file kedalam sebuah variable 
array. 
4. Tahapan selanjutnya sistem akan mencatat waktu sekarang kemudian di 
simpan pada variable waktu1 yang nantinya akan berguna untuk mengetahui 
durasi proses sistem. 
5. Tahapan selanjutnya variable array yang berisi karakter text tersebut di 
konversi menjadi bilangan ASCII dan kemudian disimpan ulang dalam 
sebuah variable array yang baru. 
6. Tahapan selanjutnya adalah proses enkripsi dengan kunci yang digunakan 
berdasarkan inputan user ataupun default sistem. Data yang digunakan dalam 
proses enkripsi adalah variable array dari tahapan 5. Setelah melakukan 
proses enkripsi per index array kemudian disimpan kedalam sebuah variable 
array baru. 
7. Tahapan selanjutnya adalah mencatat waktu sekarang dan kemudian 
menyimpan nya kedalam variable waktu2 
8. Tahapan selanjutnya adalah mencari durasi waktu proses sistem adapun nilai 
tersebut didapatkan dengan mengurangi nilai waktu2 dengan waktu1. 
9. Tahapan terakhir adalah proses membuat sebuah file baru sebagai laporan 
hasil enkripsi. Komponen-komponen yang terdapat pada file laporan tersebut 
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adalah hasil enkripsi yang berasal dari variable array pada tahapan 6, waktu 
durasi proses yang berasal dari tahapan 8. 
 
B Analisa Sistem Dekripsi Serial 
Pada tahapan ini dilakukan proses analisa sistem dekripsi serial. Pada 
tahapan ini merupakan proses perubahan chipertext berdasarkan file output dari 
proses enkripsi serial menjadi plaintext. Adapun tahapan yang dilakukan pada 
sistem dekripsi serial adalah sebagai berikut. 
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Gambar 4.8 Flowchat Sistem Dekripsi Serial 
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Berdasarkan gambar 4.8 berikut keterangan pada flowchart sistem dekripsi 
serial: 
1. Tahapan pertama adalah proses penginputan lokasi file yang akan digunakan 
pada proses dekripsi, file yang digunakan adalah file hasil proses dari sistem 
enkripsi serial. selanjutnya adalah inputan yang digunakan adalah kekuatan 
kunci yang digunakan pada proses dekripsi. 
2. Tahapan selanjutnya adalah proses pengecekan apakah inputan kekuatan 
kunci kosong apa tidak, jika inputan kekuatan kunci kosong maka sistem 
akan menetapkan secara defaut kekuatan kunci yang digunakan adalah 1024 
bit. 
3. Tahapan selanjutnya adalah proses meload file berdasarkan lokasi file yang 
diinputkan pada tahapan 1. Setelah itu sistem akan menyimpan setiap baris 
chipertext yang ada pada file kemudian disimpan kedalam variable array. 
4. Tahapan selanjutnya adalah proses pencatatan waktu sekarang yang 
kemudian disimpan kedalam variable waktu1 yang nantinya akan berguna 
untuk mengetahui durasi proses sistem. 
5. Tahapan selanjutnya adalah proses dekripsi pesan menggunakan kekuatan 
kunci yang berasal dari tahapan 1 atau default sistem dengan data yang akan 
di dekripsi berdasarkan variable array pada tahapan 3. Setiap index array 
yang sudah selesai didekripsi maka disimpan pada variable array baru. 
6. Tahapan selanjutnya adalah proses pengubahan nilai ASCII menjadi text 
adapun data yang digunakan adalah variable array pada tahapan 5. Setiap 
index array yang sudah dikonversi akan disimpan pada sebuah variable array 
yang baru. 
7. Tahapan selanjutnya adalah proses pencatatan waktu sekarang yang disimpan 
kedalam variable waktu2. 
8. Tahapan selanjutnya adalah proses pencarian waktu proses dekripsi dengan 
mengurangi waktu2 dengan waktu 1. 
9. Tahapan terakhir adalah pembuatan file baru sebagai laporan hasil dekripsi 
adapun komponen-komponen nya adalah hasil dekripsi dengan data yang 
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digunakan berdasarkan tahapan 6, waktu proses dekripsi dengan data yang 
digunakan berdasarkan tahapan 8. 
4.3.3 Analisa Sistem Paralel 
Pada tahapan ini merupakan tahapan menganalisa alur atau rangkaian kerja 
yang akan dilakukan pada sistem yang melakukan proses secara bersamaan atau 
disebut paralel proses. Adapun tahapan yang dilakukan dalam menganalisa sistem 
paralel ada dua tahapan yaitu analisa sistem enkripsi paralel dan analisa sistem 
dekripsi paralel. 
A Analisa Sistem Enkripsi Paralel 
Pada tahapan ini akan membahas tentang analisa alur dan proses yang 
dilakukan sistem untuk melakukan proses enkripsi pada sistem paralel nantinya. 
Dalam sistem ini terbagi menjadi dua golongan, pertama adalah golongan pekerja 
dan golongan pengatur. Golongan pengatur merupakan komputer yang bertugas 
untuk menerima tugas dari user, mempersiapkan dan mengatur tugas yang akan 
dijalankan pada golongan pekerja, serta memberikan output kepada user atas hasil 
yang dilakukan oleh sistem nantinya. Pada komputer Golongan pengatur tidak 
akan ikut melakukan proses enkripsi karena yang akan melakukan pekerjaan 
proses enkripsi adalah golongan pekerja.  
Golongan pekerja merupakan komputer yang bertugas untuk melakukan 
pekerjaan enkripsi pesan yang ditugaskan oleh komputer golongan pengatur. 
Komputer golongan pekerja hanya mendapatkan input dari komputer pengatur dan 
melakukan proses enkripsi sesuai data yang dikirimkan. Komputer golongan 
pekerja hanya berkomunikasi dengan komputer golongan pengatur tidak 
berkomunikasi dengan komputer golongan pekerja lainnya. Setelah melakukan 
proses enkripsi komputer golongan pekerja mengirimkan hasilnya ke komputer 
pengatur.Adapun alur proses atatu flowchat pada sistem paralel dapat dilihat pada 
gambar berikut: 
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Gambar 4.9 Flowchart Sistem Enkripsi Paralel 
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Pada gambar 4.9 menjelaskan tentang alur proses yang dilakukan sistem 
untuk melakukan proses enkripsi secara paralel. Adapun penjelasan tahapan-
tahapan yang dilalaui adalah: 
1. Tahapan pertama adalah proses penginputan data yang digunakan pada 
proses enkripsi paralel. Adapun data yang digunakan adalah inputan lokasi 
file text yang akan akan di lakukan proses enkripsi, nama-nama komputer 
yang berada pada cluster, kekuatan kunci yang digunakan pada proses 
enkripsi 
2. Tahapan kedua adalah proses pengecekan apakah inputan kekuatan kunci 
kosong, jika inputan kosong maka sistem secara default akan mengeset 
kekuatan kunci menjadi 1024 bit. 
3. Tahapan ketiga merupakan proses meload file yang telah diimputkan dan 
menyimpan setiap karakter pada file kedalam setiap index array. 
4. Tahapan keempat merupakan proses pencatatan waktu sekarang kedalam 
variable waktu1. Pencatatan waktu ini berguna untuk mengetahui berapa 
lama proses yang dilakukan pada sistem nantinya. 
5. Tahapan kelima merupakan proses pengubahan setiap variabel index array 
pada tahapan ketiga menjadi nilai ASCII adapun setiap penrubahan variable 
index array tersebut disimpan kembali pada sebuah variable array baru. 
6. Tahapan keenam adalah proses pembagian beban pernode. Pada tahapan ini 
akan dilakukan pembagian secara rata jumlah karakter yang akan 
dikirimkan ke setiap node. Untuk lebih jelas nya silahkan dilihat pada 
flowchart  pada gambar 4.10. 
7. Tahapan ketujuh adalah proses pengiriman kekuatan kunci yang digunakan 
pada proses enkripsi kesemua komputer node atau disebut broadcast. 
8. Tahapan kedelapan adalah proses pengiriman karakter yang sudah diubah 
kedalam nilai ascii dengan jumlah yang dikirimkan kesetiap node 
berdasarkan hasil tahapan ke enam, proses pengiriman ini disebut scatter. 
9. Tahapan kesembilan adalah proses enkripsi pesan pada setiap node 
berdasarkan kekuatan kunci yang diterima pada proses ketujuh. Setelah 
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selesai hasil dari proses enkripsi tersebut akan disimpan kedalam sebuah 
index array baru. 
10. Tahapan kesepuluh adalah proses pengrimian hasil proses enkripsi yang 
dilaksakan oleh komputer golongan pekerja kepada head node, proses ini 
disebut dengan gather yang kemudian disimpan dalam variable array pada 
komputer node. 
11. Tahapan kesebelas adalah proses pencatatan waktu sekarang yang disimpan 
pada variable waktu2. 
12. Tahapan ke duabelas adalah proses pencarian waktu durasi proses dimana 
nilai tersebut didapatkan dari hasil pengurangan waktu2 dengan waktu1. 
13. Tahapan ke tigabelas adalah pembuatan file baru diamana memuat hasil 
laporan sistem dalam melakukan hasil enkripsi. Adapun komponen-
komponen yang terkandung didalam nya adalah, Hasil enkripsi diamana 
data yang digunakan adalah data yang didapatkan pada tahapan ke sepuluh, 
serta waktu hasil proses yang didapatkan pada tahapan ke duabelas. 
 
Untuk menghasilkan sebuah proses paralel yang baik maka dibutuhkan 
pembagian kerja yang seimbang. Pada gambar flowchart 4.9 terdapat sebuah sub 
proses pembagian beban pernode. Adapun alur proses pembagian beban pernode 
dapat dilihat pada gambar berikut. 
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Gambar 4.10 Flowchart Pembagian Beban Pernode 
Pada gambar 4.10 menjelaskan tentang bagaimana cara yang digunakan 
untuk bisa membagi jumlah karakter atau tugas yang akan dikerjakan pada setiap 
node. Adapun tahapan-tahapan dalam proses pembagian beban pernode adalah: 
1. Tahapan pertama adala memasukan inputan, inputan yang dibutuhkan dalam 
tahapan ini adalah jumlah karakter yang akan dilakukan proses enkripsi, 
kemudian jumlah node yang tersedia untuk melakukan proses enkripsi 
dalam hal ini adalah golongan pekerja. 
2. Tahapan kedua adalah proses pengecekan apakah sisa pembagian antara 
jumlah karakter dengan jumlah node sama dengan node jika iya maka akan 
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berlanjut ke tahapan ketiga dan jika tidak akan berlanjut ketahapan ke 
delapan. 
3. Tahapan ketiga adalah proses pendeklarasian variable baru seperti sisa bagi 
(SB), jumlah karakter sementara (JKS), jumlah node sementara (JNS), 
Beban per node (BPN), beban pernode tambahan(BPNT), beban node (BN). 
4. Tahapan kempat adalah proses pemberian nilai dari variable yang telah di 
deklarasikan tadi. Nilai SB berasal dari nilai sisa bagi antara JK dengan JN. 
Nilai JKS didapatkan dari nilai JK dikurang nilai SB. Nilai JNS didapatkan 
dari nilai JN. Nilai BPN didapatkan dari nilai JK dibagi JN. Pendeklarasian 
variable B dengan nilai 0. 
5. Tahapan kelima adalah proses looping dengan kondisi nilai B lebih kecil 
dari nilai JN. Jika benar maka BN dengan index ke B akan dimasukan nilai 
BPN, selanjutnya nilai B ditambah dengan 1.  Jika kondisi looping  sudah 
tidak terpenuhi lagi maka selanjutnya akan di lakukan proses looping baru 
adapun kondisinya jika sisa bagi SB dengan JNS sama dengan 0. Jika hasil 
dari dari kondisi tidak terpenuhi maka nilai JNS akan dikurangi 1. Jika hasil 
dari kondisi false maka dilanjutkan ke tahapan kenam. 
6. Tahapan keenam adalah proses pencarian nilai BPNT adapun nilai tersebut 
didapatkan dari hasil pembagian antara SB dengan JNS. Kemudian 
dilakukan pendeklarasian variable C dengan nilai 0. 
7. Tahapan ketujuh adalah proses looping dengan kondisi C kecil dari pada 
JNS. Jika kondisi terpenuhi maka nilai index BN ke C akan ditambahkan 
dengan nilai BPNT, kemudian nilai C ditambah dengan 1. Jika kondisi tidak 
terpenuhi maka Proses pembagian bebeban pernode telah selesai. 
8. Tahapan kedelapan adalah proses pendeklarasian variable yaitu, Beban 
Pernode (BPN), Beban Node (BN), dan A dengan nilai = 0. 
9. Tahapan kesembilan adalah proses looping dengan kondisi A kecil dari JN. 
Jika kondisi terpenuhi maka index BN ke A adalah BPN kemudian nilai A 
ditambah dengan 1. Jika ditak maka proses pembagian beban pernode 
selesai. 
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B Analisa Sistem Dekripsi Paralel 
Pada tahapan ini akan membahas tentang analisa alur dan proses yang 
dilakukan sistem untuk melakukan proses dekripsi pada sistem paralel nantinya. 
Adapun tahapan atau alur sistem dapat dilihat pada gambar 4.11 berikut. 
 
Gambar 4.11 Flowchart Sistem Dekripsi Paralel 
Pada gambar 4.11 menjelaskan tentang bagaimana alur proses sistem 
nantinya dalam melakukan dekripsi pesan secara paralel. Adapun penjelasan 
tahapan-tahapan dalam proses dekripsi paralel adalah: 
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1. Tahapan pertama adalah proses penginputan data yang digunakan dalam 
proses. Adapun inputan yang dibutuhkan adalah inputan lokasi file yang 
akan di lakukan proses dekripsi, adapun file yang bisa digunakan adalah file 
hasil enkripsi paralel. Inputan nama komputer yang ada pada cluster. 
Inputan kekuatan kunci yang digunakan dalam proses dekripsi. 
2. Tahapan kedua adalah proses pengecekan apakah inputan kekuatan kunci 
kosong. Jika iya maka sistem secara default akam menseting 1024 bit. 
3. Tahapan ketiga adalah proses meload file berdasarkan lokasi yang telah di 
inputkan. Setelah itu setiap baris chipertext dalam file akan disimpan pada 
setiap index dari sebuah array. 
4. Tahapan ke empat adalah proses pencatatan waktu sekarang kedalam 
variable waktu1. Pencatatan waktu ini berguna untuk mengetahui berapa 
lama proses yang dilakukan pada sistem nantinya. 
5. Tahapan kelima adalah proses pembagian beban pernode. Pada tahapan ini 
akan dilakukan pembagian secara rata jumlah chipertext yang akan 
dikirimkan ke setiap node untuk nantinya dilakukan proses dekripsi pesan. 
Untuk lebih jelas nya silahkan dilihat pada flowchart  pada gambar 4.10. 
6. Tahapan keenam adalah proses pengiriman kekuatan kunci yang digunakan 
pada proses dekripsi kesemua komputer node atau disebut broadcast. 
7. Tahapan ketujuh adalah proses pengiriman chipertext keseluruh node yang 
ada dengan jumlah chipertext yang di terima oleh setiap node berdasarkan 
hasil pembagian oleh tahapan ke 5. 
8. Tahapan ke delapan adalah proses pendekripsian chipertext pada setiap node 
dengan kunci yang digunakan berdasarkan pada tahapan kenam dengan data 
yang digunakan pada proses adalah berasal pada tahapan ke tujuh. Setelah 
selesai melakukan dekripsi setiap chipertext pada elemen array yang 
diterima pada node akan disimpan pada variable array baru. 
9. Tahapan ke sembilan adalah adalah proses pengrimian hasil proses dekripsi 
yang dilaksakan oleh komputer golongan pekerja kepada head node, proses 
ini disebut dengan gather yang kemudian disimpan dalam variable array 
baru pada komputer node. 
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10. Tahapan ke sepuluh adalah proses konversi nilai pada setiap index pada 
array yang di peroleh pada tahapan sembilan kedalam bentuk text. Setelah 
selesai melakukan konversi pada tiap index array tersebut maka hasil nya 
akan disimpan pada variable array baru. 
11. Tahapan kesebelas adalah proses pencatatan waktu sekarang yang disimpan 
pada variable waktu2. 
12. Tahapan ke duabelas adalah proses pencarian waktu durasi proses dimana 
nilai tersebut didapatkan dari hasil pengurangan waktu2 dengan waktu1. 
13. Tahapan ke tigabelas adalah pembuatan file baru diamana memuat hasil 
laporan sistem dalam melakukan hasil dekripsi. Adapun komponen-
komponen yang terkandung didalam nya adalah, Hasil dekripsi diamana 
data yang digunakan adalah data yang didapatkan pada tahapan ke sepuluh, 
serta waktu hasil proses yang didapatkan pada tahapan ke duabelas. 
 
4.3.4 Perancangan Sistem 
Pada tahapan ini adalah merancang tampilan sistem nantinya yang akan 
dibangun. Pada penelitian kali ini sistem yang dibuat dijalakan pada terminal 
ubuntu sehingga tampilan dan inputan sistem berbasis text. Meskipun sistem 
nantinya dijalankan pada terminal ubuntu tetap perlu dilakukan sebuah rancangan 
bentuk susunan tampilan pada sistem. Pada tahapan perancangan ini terdiri dari 
perancangan tampilan sistem dan perancangan output file sistem. 
A Perancangan Tampilan Sistem 
Pada tahapan ini adalah merancang tampilan yang digunakan pada sistem. 
Berikut adalah rancangan tampilan sistem yang digunakan: 
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Gambar 4.12 Rancangan Tampilan Sistem Enkripsi Serial 
Pada gambar 4.12 merupakan rancangan tampilan sistem sisten enkripsi 
serial. Adapun penjelasan pada gambar tersebut antara lain: 
1. Perintah untuk menjalankan sistem yaitu python rsa-encryption-serial.py –
file UUD-1945.txt –key 1024 bit. Adapun penjelasan perintah ini adalah 
a. python rsa-encryption-serial.py merupakan perintah untuk 
menjalankan sistem menggunakan bahasa python 
b. --file merupakan perintah untuk memilih file yang akan digunakan 
dalam proses. 
c. --key merupakan perintah untuk memilih jenis kunci yang 
digunakan dalam proses. 
2. Bagian header yang berfungsi untuk menampilkan informasi sistem yang 
sedang berjalan 
3. Informasi file dan kekuatan kunci yang digunakan dalam proses 
4. Keterangan proses yang sedang berlangsung. 
5. Informasi tentang waktu, durasi, dan lokasi file hasil ouput ketika file telah 
selesai melakukan tugasnya. 
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Gambar 4.13 Rancangan Tampilan Sistem Enkripsi Paralel  
Pada gambar 4.13 merupakan rancangan tampilan sistem sisten enkripsi 
paralel. Adapun penjelasan pada gambar tersebut antara lain: 
1. Perintah untuk menjalankan sistem yaitu mpirun –f machinefiles python rsa-
encryption-paralel.py –file UUD-1945.txt –key 1024 bit. Adapun penjelasan 
perintah ini adalah 
a. mpirun -f  machinefiles merupakan perintah untuk menjalankan 
program secara paralel pada komputer yang terdapat pada file 
machinefiles 
b. python rsa-encryption-paralel.py merupakan perintah untuk 
menjalankan sistem menggunakan bahasa python. 
c. --file merupakan perintah untuk memilih file yang akan digunakan 
dalam proses. 
d. --key merupakan perintah untuk memilih jenis kunci yang 
digunakan dalam proses. 
2. Bagian header yang berfungsi untuk menampilkan informasi sistem yang 
sedang berjalan 
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3. Informasi file, kekuatan kunci, nama komputer head node dan jumlah node 
pekerja yang digunakan dalam proses 
4. Keterangan proses yang sedang berlangsung. 
5. Informasi tentang waktu, durasi, dan lokasi file hasil ouput ketika file telah 
selesai melakukan tugasnya. 
 
Gambar 4.14 Rancangan Tampilan Sistem Dekripsi Serial 
Pada gambar 4.14 merupakan rancangan tampilan sistem sisten dekripsi 
serial. Adapun penjelasan pada gambar tersebut antara lain: 
1. Perintah untuk menjalankan sistem yaitu python rsa-decryption-serial.py --
file UUD-1945.txt --key 1024 bit. Adapun penjelasan perintah ini adalah 
a. python rsa-decryption-serial.py merupakan perintah untuk 
menjalankan sistem menggunakan bahasa python 
b. --file merupakan perintah untuk memilih file yang akan digunakan 
dalam proses. 
c. --key merupakan perintah untuk memilih jenis kunci yang 
digunakan dalam proses. 
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2. Bagian header yang berfungsi untuk menampilkan informasi sistem yang 
sedang berjalan 
3. Informasi file dan kekuatan kunci yang digunakan dalam proses 
4. Keterangan proses yang sedang berlangsung. 
5. Informasi tentang waktu, durasi, dan lokasi file hasil ouput ketika file telah 
selesai melakukan tugasnya. 
 
Gambar 4.15 Rancangan Tampilan Sistem Dekripsi Paralel 
Pada gambar 4.15 merupakan rancangan tampilan sistem sisten dekripsi 
paralel. Adapun penjelasan pada gambar tersebut antara lain: 
1. Perintah untuk menjalankan sistem yaitu mpirun –f machinefiles python rsa-
decryption-paralel.py –file UUD-1945.txt –key 1024 bit. Adapun penjelasan 
perintah ini adalah 
a. mpirun -f  machinefiles merupakan perintah untuk menjalankan 
program secara paralel pada komputer yang terdapat pada file 
machinefiles 
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b. python rsa-decryption-paralel.py merupakan perintah untuk 
menjalankan sistem menggunakan bahasa python. 
c. --file merupakan perintah untuk memilih file yang akan digunakan 
dalam proses. 
d. --key merupakan perintah untuk memilih jenis kunci yang 
digunakan dalam proses. 
2. Bagian header yang berfungsi untuk menampilkan informasi sistem yang 
sedang berjalan 
3. Informasi file, kekuatan kunci, nama komputer head node dan jumlah node 
pekerja yang digunakan dalam proses 
4. Keterangan proses yang sedang berlangsung. 
5. Informasi tentang waktu, durasi, dan lokasi file hasil ouput ketika file telah 
selesai melakukan tugasnya. 
B Perancangan Tampilan Output File 
Pada tahapan ini adalah merancang tampilan output file setelah selesai 
melakukan proses pada sistem .Berikut adalah rancangan tampilan output file 
sistem yang digunakan: 
 
Gambar 4.16 Rancangan Tampilan Output File Enkripsi Serial 
Pada gambar 4.16 menjelaskan tentang rancangan tampilan output file 
ketika selesai melakukan proses enkripsi serial. Adapun penjelasan pada gambar 
tersebut adalah: 
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1. Header berfungsi untuk memberikan tentang informasi jenis proses file  
2. Informasi tentang hasil proses yang telah berlangsung yang memuat nama 
file, kekuatan kunci, jumlah karakter, waktu mulai, waktu selesai, durasi. 
3. Hasil enkripsi yang telah di lakukan. 
 
Gambar 4.17 Rancangan Tampilan Output File Sistem Enkripsi Paralel 
Pada gambar 4.17 menjelaskan tentang rancangan tampilan output file 
ketika selesai melakukan proses enkripsi paralel. Adapun penjelasan pada gambar 
tersebut adalah: 
1. Header berfungsi untuk memberikan tentang informasi jenis proses file.  
2. Informasi tentang hasil proses yang telah berlangsung yang memuat nama 
file, kekuatan kunci, jumlah karakter,jumlah node, waktu mulai, waktu 
selesai, durasi. 
3. Hasil enkripsi yang telah di lakukan. 
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Gambar 4.18 Rancangan Tampilan Output File Sistem Dekripsi Serial 
Pada gambar 4.18 menjelaskan tentang rancangan tampilan output file 
ketika selesai melakukan proses dekripsi serial. Adapun penjelasan pada gambar 
tersebut adalah: 
1. Header berfungsi untuk memberikan tentang informasi jenis proses file  
2. Informasi tentang hasil proses yang telah berlangsung yang memuat nama 
file, kekuatan kunci, waktu mulai, waktu selesai, durasi. 
3. Hasil dekripsi yang telah di lakukan. 
 
 
Gambar 4.19 Rancangan Tampilan Output File Dekripsi Paralel 
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Pada gambar 4.19 menjelaskan tentang rancangan tampilan output file 
ketika selesai melakukan proses dekripsi paralel. Adapun penjelasan pada gambar 
tersebut adalah: 
1. Header berfungsi untuk memberikan tentang informasi jenis proses file.  
2. Informasi tentang hasil proses yang telah berlangsung yang memuat nama 
file, kekuatan kunci, jumlah chipertext, jumlah node, waktu mulai, waktu 
selesai, durasi. 
3. Hasil dekripsi yang telah di lakukan. 
