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As VANETs (Vehicular Ad hoc Networks) sa˜o formadas por sistemas de
comunicac¸a˜o entre ve´ıculos que fazem parte de um ambiente de traˆn-
sito e teˆm seus no´s compostos por ve´ıculos e por equipamentos fixos
que esta˜o presentes ao longo das vias. Estas redes objetivam propor-
cionar conforto e seguranc¸a aos passageiros, por meio de informac¸o˜es
sobre acidentes na pista, condic¸a˜o da estrada e aplicac¸o˜es de entrete-
nimento. A disponibilidade e o tempo em que as mensagens trafegam
nesta rede sa˜o essenciais para tais aplicac¸o˜es. Por isso, as VANETs
requerem me´todos eficientes e confia´veis para a comunicac¸a˜o de dados.
Para prover confiabilidade a` difusa˜o de dados em redes veiculares deve-
se transpassar alguns problemas como, por exemplo, broadcast storm,
no´s ocultos, alta coliso˜es de pacotes, redundaˆncia de informac¸a˜o, en-
tre outros. Muitos destes problemas persistem em estudos realizados
anteriormente. Este trabalho tem por objetivo prover confiabilidade
na disseminac¸a˜o de mensagens em aplicac¸o˜es voltadas a seguranc¸a no
traˆnsito por meio de um protocolo adaptativo e eficiente. O proto-
colo proposto e´ adaptativo pois adapta o per´ıodo entre transmisso˜es de
mensagens de controle de acordo com a densidade da rodovia, a fim
de diminuir o nu´mero de mensagens geradas na rede. Tambe´m visa
ser eficiente pois diminui a quantidade de coliso˜es frente a quantidade
de pacotes gerados na rede, oferece menor atraso no envio das mensa-
gens e diminui a quantidade de retransmisso˜es em cena´rios com mais
de um alerta na rede. O trabalho envolveu (I) a definic¸a˜o do protocolo
proposto, a integrac¸a˜o e o uso deste pela aplicac¸a˜o, (II) a implemen-
tac¸a˜o de uma aplicac¸a˜o para rodovias com simuladores de redes e de
tra´fego bidirecionalmente acoplados, (III) avaliac¸a˜o da confiabilidade
do protocolo proposto e dos impactos decorrentes do uso do protocolo
na aplicac¸a˜o de disseminac¸a˜o de alertas por meio de simulac¸o˜es realiza-
das em diferentes cena´rios de densidade de ve´ıculos, e (IV) as ana´lises
dos resultados experimentais obtidos. Os resultados dos experimentos
comprovam que o protocolo proposto, para os cena´rios simulados e´ 100
% confia´vel e que os impactos decorrentes do seu uso na˜o prejudicam
as funcionalidades da aplicac¸a˜o, comprovando a eficieˆncia do protocolo.




The VANETs (Vehicular Ad hoc Networks) are formed by communi-
cation systems among vehicles which are part of the same traffic en-
vironment. Their nodes are composed of vehicles and fixed equipment
present along the traffic ways. The aim of these networks is to provide
comfort and safety to passengers through information about accidents
on the road, road conditions and entertainment applications. The avai-
lability and the time span in which these messages move through the
network are essential for these applications. Consequently, the VA-
NETs require efficient and reliable methods for data communication.
To ensure that data transmission in vehicular networks is reliable cer-
tain problems must be overcome, such as broadcast storm, hidden no-
des, high collision of packages, information redundancy, among others.
Many of these problems persist in previous studies. Thus, this work
aims at providing, through an adaptive and efficient protocol, reliabi-
lity to message transmission in applications targeted at traffic safety.
The proposed protocol is adaptive as it adapts the time span between
the transmissions of messages according to the road density, in order
to decrease the number of messages generated in the network. It also
aims at efficiency as it decreases the amount of collisions due to the
number of packages generated in the network, presents less delay in
message transmission and decreases the amount of retransmissions in
scenarios with more than one alert in the network. This research in-
volved (I) the definition of the proposed protocol, its integration and
use by the application, (II) the implementation of an application for
motorways with network and traffic simulators directionally attached,
(III) evaluation of the reliability of the proposed protocol and of the
impacts resulting from the use of the protocol in the application of
spread of alerts through simulations carried out in diverse scenarios of
vehicle density, (IV) the analyses of the experimental results. These
results prove that the proposed protocol is 100 % reliable for simulated
scenarios and that the impacts produced by its use do not harm the
functionalities of the application, proving the efficiency of the protocol.
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De acordo com uma pesquisa feita pelo IPEA (Instituto de Pes-
quisa Econoˆmica Aplicada) sobre os acidentes de traˆnsito, somente nas
rodovias brasileiras, os custos para os cofres pu´blicos foram de 30 bi-
lho˜es de reais entre o per´ıodo de janeiro de 2011 a julho de 2012. O
levantamento considerou desde os danos materiais ate´ os gastos com
atendimento e os preju´ızos por interrupc¸a˜o do trabalho (IPEA, 2012). A
pesquisa encomendada pelo Departamento Nacional de Traˆnsito (DE-
NATRAN), constatou que as rodovias nacionais contabilizam, em me´-
dia, trezentos acidentes por dia, o que corresponde a um acidente a
cada quatro minutos e meio. Entre estes, acontece um atropelamento
a cada duas horas, resultando na morte de mais de um mil pedestres
por ano. O nu´mero de mortes no grupo dos motociclistas e´ pro´ximo de
um mil a cada ano (IPEA, 2008).
O automo´vel, exige que o ser humano esteja qualificado te´cnica
e mentalmente para opera´-lo de forma segura. Para que responda de
forma adequada a determinado est´ımulo, e´ necessa´rio que este esteja
alerta, caso contra´rio, o condutor podera´ se colocar em uma situac¸a˜o de
perigo. Este estado de alerta e´ afetado por muitos fatores, fazendo com
que as pessoas respondam com maior ou menor rapidez em situac¸o˜es
de emergeˆncias (EVANS, 1991).
Diante deste contexto, no sentido de desenvolver sistemas auto-
matizados que auxiliem o ser humano na prevenc¸a˜o e soluc¸a˜o de pro-
blemas de traˆnsito, as redes ad hoc mo´veis (Mobile Ad Hoc Networks -
MANETs) teˆm sido foco de muitos estudos. A necessidade de se comu-
nicar a qualquer hora e lugar, ale´m da necessidade de conectar dispo-
sitivos, tais como notebooks, smartphones, etc, contribu´ıram para que
essa tecnologia se proliferasse em diversas a´reas de aplicac¸a˜o. Com a
consolidac¸a˜o desta tecnologia, as redes ad hoc veiculares (Vehicular Ad
Hoc Networks - VANETs) surgiram (BERNSEN; MANIVANNAN, 2009).
Estas redes sa˜o um dos tipos de redes MANETs mais estudados, devido
aos seus desafios e as suas inu´meras aplicac¸o˜es, como por exemplo, a
troca de mensagens informando condic¸o˜es de tra´fego ou outras situa-
c¸o˜es de risco existentes na via (BECHLER et al., 2003).
Segundo Bernsen e Manivannan (2009), a grande diferenc¸a entre
MANETs e VANETs esta´ relacionada ao padra˜o de mobilidade dos no´s
que compo˜em estas redes. Nas MANETs, os no´s permanecem esta´-
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veis durante um per´ıodo relativamente longo, enquanto nas VANETs,
a velocidade que os no´s movimentam-se e´ elevada e as ligac¸o˜es entre
estes permanecem ativas por um curto per´ıodo de tempo. Devido a
estas caracter´ısticas, na˜o e´ poss´ıvel assegurar a transfereˆncia cont´ınua
de mensagens, sendo este um dos problemas mais cr´ıticos deste am-
biente com um forte impacto nas aplicac¸o˜es de seguranc¸a de tra´fego
(BERNSEN; MANIVANNAN, 2009).
As VANETs podem ser compostas somente por ve´ıculos ou tam-
be´m por estac¸o˜es fixas ao logo da via, sendo necessa´rio que cada no´ da
rede esteja equipado com algum dispositivo sem fio capaz de comunicar-
se com os outros dispositivos presentes na rede, assim, todos os no´s
pertencentes a rede veicular teˆm um papel colaborativo. Esta postura
e´ fundamental no que diz respeito ao funcionamento da rede (KOSCH,
2004). Segundo Taha e Hasan (2007), a utilizac¸a˜o de tecnologias de
sistemas de comunicac¸a˜o em ve´ıculos permitem altos n´ıveis de intera-
c¸a˜o, possibilitando a comunicac¸a˜o entre usua´rios mo´veis. Ha´ esforc¸os
cont´ınuos em desenvolver e melhorar estas tecnologias com o intuito
de torna´-los mais inteligentes e, especialmente, mais seguros (TAHA;
HASAN, 2007).
Diante do contexto apresentado em Biswas, Tatchikou e Dion
(2006) e Panayappan et al. (2007), e´ poss´ıvel afirmar que as redes vei-
culares teˆm a capacidade de solucionar problemas de seguranc¸a no traˆn-
sito como os que ocorrem de forma recorrente em rodovias e satisfazer
de forma adequada os anseios dos condutores.
Neste contexto, um problema descrito em trabalhos sobre apli-
cac¸o˜es voltadas a seguranc¸a no traˆnsito que utilizam redes veiculares
(BERNSEN; MANIVANNAN, 2009) e (NAUMOV; GROSS, 2007) e´ a falta
de garantias da entrega de mensagens de uma u´nica fonte para cada
no´ em sua faixa de transmissa˜o com maior confiabilidade poss´ıvel e
com atraso mı´nima. Segundo Nakorn e Rojviboonchai (2010), alguns
protocolos confia´veis oferecem um servic¸o de entrega de mensagens ga-
rantida, por meio de implementac¸o˜es de mecanismos de controle para
que seu comportamento possa dinamicamente adaptar-se a`s condic¸o˜es
observadas na rede.
Para prover confiabilidade a entrega de mensagens de dados na
rede, deve-se mitigar problemas encontrados em abordagens que bus-
caram gerar confiabilidade, como por exemplo, no´ oculto, broadcast
storm, alta lateˆncia e adaptabilidade diante de inu´meros cena´rios com
densidade de ve´ıculos variada, a fim de proporcionar uma melhora no
desempenho para as aplicac¸o˜es que teˆm como requisito cr´ıtico a entrega
das mensagens em um cena´rio veicular.
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Dentro deste contexto, este trabalho procura trazer uma contri-
buic¸a˜o para a a´rea de disseminac¸a˜o confia´vel de dados em redes veicu-
lares.
1.2 PROBLEMA DE PESQUISA
Trabalhos como Xu et al. (2004) e Alshaer e Horlait (2005) pas-
saram a tratar o tempo e a confiabilidade como requisitos cr´ıticos para
aplicac¸o˜es de seguranc¸a no traˆnsito, pois para os autores a entrega de
mensagens aos no´s da rede pode evitar acidentes.
Alshaer e Horlait (2005) expo˜em que o maior desafio encontrado
em estudos voltados a` disseminac¸a˜o de informac¸o˜es em redes e´ prover
confiabilidade ao entregar mensagens de uma u´nica fonte para cada no´
em sua faixa de transmissa˜o com maior confiabilidade poss´ıvel. Segundo
Koubek, Rea e Pesch (2010), caracteriza-se uma difusa˜o como confia´vel
quando a mensagem difundida ou e´ recebida por todos os membros do
grupo ou na˜o e´ recebida por nenhum deles. Neste contexto, mostra-se
necessa´rio mitigar problemas que dificultam a confiabilidade na entrega
de mensagens, problemas estes que sa˜o citados por Bernsen e Mani-
vannan (2009) e Naumov e Gross (2007). Segundo Xu et al. (2004),
existem mecanismos que podem prover um melhor desempenho a` difu-
sa˜o de alertas em redes veiculares, tais como, reenvio de mensagens e
reconhecimento seletivo.
Alguns trabalhos como (NEKOVEE; BOGASON, 2007), (CHUAN;
JIAN, 2012) e (KAMOLTHAM; NAKORN; ROJVIBOONCHAI, 2011), bus-
caram prover confiabilidade a` difusa˜o de dados em redes veiculares e
encontraram problemas como, broadcast storm, no´s ocultos e coliso˜es
de pacotes. O broadcast storm dificulta a obtenc¸a˜o da confiabilidade na
entrega de mensagens. Este problema gera uma condic¸a˜o de sobrecarga
na rede ocasionada por um broadcast de um pacote incorreto, fazendo
que va´rios no´s respondam aos demais, replicando o pacote incorreto, o
que faz o problema crescer exponencialmente, tornando-o cr´ıtico (NE-
KOVEE; BOGASON, 2007).
Kamoltham, Nakorn e Rojviboonchai (2011) encontraram difi-
culdades em mitigar o problema do no´ oculto, este problema ocorre
quando pelo menos um dos no´s da rede e´ incapaz de detectar a pre-
senc¸a de um ou mais no´s conectadas a mesma rede. O no´ acaba por
na˜o receber as mensagens difundidas na rede devido a algum obsta´culo
ou grande distaˆncia entre os no´s. Isso causa problemas no acesso com-
partilhado ao meio causando coliso˜es de pacotes. Estas coliso˜es podem
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resultar na degradac¸a˜o da rede.
Embora existam va´rios trabalhos sobre entrega confia´vel por
meio de difusa˜o, alguns destes na˜o tratam os problemas descritos an-
teriormente e na˜o se adaptam de acordo com a densidade do cena´rio.
Logo, devem ser desenvolvidas soluc¸o˜es que busquem prover confia-
bilidade na entrega de mensagens sem impactar no desempenho das
aplicac¸o˜es voltadas a seguranc¸a no traˆnsito.
Neste contexto, este trabalho busca tratar problemas que difi-
cultam a tarefa de prover confiabilidade em transmisso˜es de dados em
redes veiculares. Em especial, busca-se responder os seguintes questio-
namentos:
1. E´ poss´ıvel prover maior eficieˆncia e efica´cia na entrega dos dados
por meio da concepc¸a˜o de um protocolo de difusa˜o confia´vel e
adaptativo para redes veiculares?
2. Qual o impacto do uso do protocolo em aplicac¸o˜es voltadas a
seguranc¸a no traˆnsito em rodovias?
3. Qual a taxa de entrega com sucesso (confiabilidade) e´ obtida com
o uso do protocolo proposto?
1.2.1 Soluc¸a˜o Proposta
A soluc¸a˜o proposta consiste, com base nos mecanismos descritos
na literatura, conceber um protocolo adaptativo e eficiente que oferec¸a
confiabilidade na entrega de mensagens em redes veiculares.
Para prover confiabilidade a` transmissa˜o de mensagens de dados,
o protocolo proposto define que o no´ transmissor deve armazenar in-
formac¸o˜es sobre seus no´s vizinhos a um salto de distaˆncia. Por meio de
listas, o no´ transmissor seleciona um u´nico no´ para fazer o reenvio da
mensagem e por utilizar este mecanismos o protocolo diminui a quan-
tidade de mensagens reenviadas na rede. A selec¸a˜o do no´ de reenvio
e´ feita de acordo com o ganho calculado de cada vizinho. O no´ que
possuir maior ganho sera´ o escolhido.
As informac¸o˜es que sa˜o armazenadas pela lista de vizinhos sa˜o
obtidas por meio de trocas de pacotes aperio´dicos denominados bea-
cons, mensagens de controle consideravelmente menores que as men-
sagens (alertas) disseminadas na rede. Neste trabalho, sa˜o utilizados
treˆs tipos de mensagens de controle, que sa˜o: (1) requisitar informac¸o˜es
da vizinhanc¸a, (2) transportar informac¸o˜es dos no´s e (3) revogar um
alerta na rede. A troca de informac¸o˜es e´ feita de forma aperio´dica e
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adaptativa, visando diminuir o tra´fego de mensagens de controle em
cena´rios com alta densidade de ve´ıculos, tais como, congestionamentos.
O protocolo adaptativo analisa o cena´rio e determina o intervalo entre
os envios dos beacons, desta forma, em cena´rios que na˜o ocorrem mu-
danc¸a da vizinhanc¸a, a troca de informac¸o˜es entre os no´s e´ feita com
menos frequeˆncia, o que diminui o tra´fego na rede.
Para mitigar o problema de no´ oculto, a proposta utiliza dois
tipos de no´s, no´s mo´veis (ve´ıculos) e os no´s fixos. Estes no´s fixos teˆm
o papel de armazenar as mensagens disseminadas na rede, criando as-
sim uma lista de mensagens. Desta maneira, quando um ve´ıculo que
na˜o recebeu determinada mensagem passar por um destes pontos fi-
xos, podera´ informar qual foi sua u´ltima mensagem recebida, caso esta
mensagem na˜o seja a u´ltima mensagem vigente na rede, o no´ fixo a
envia ao ve´ıculo. Este processo tambe´m ocorre com os no´s mo´veis que
possuem alguma mensagem que seu vizinho na˜o tem. Desta forma,
ve´ıculos na˜o atendidos pela disseminac¸a˜o do transmissor ou dos no´s de
reenvio podem ser atendidos.
O protocolo desenvolvido tambe´m tem a preocupac¸a˜o de impedir
reenvios desnecessa´rios. Ao receber uma mensagem, o no´ selecionado
verifica se ja´ recebeu ou na˜o a mensagem, caso tenha recebido, a men-
sagem e´ descartada. Em situac¸o˜es, nas quais existem mais de uma
mensagem de dados que representa um alerta, o protocolo pode fazer
uso da codificac¸a˜o de rede, que realiza uma operac¸a˜o lo´gica XOR en-
tre as mensagens existentes, com o objetivo diminuir a quantidade de
retransmisso˜es realizadas.
A eficieˆncia do protocolo proposto e´ mensurada por meio da taxa
de coliso˜es frente a quantidade de pacotes geradas, do atraso no envio
das mensagens, quantidade de pacotes geradas nos cena´rios e a quanti-
dade de retransmisso˜es necessa´rias para disseminar uma mensagem na
rede.
De forma a avaliar a eficieˆncia e os poss´ıveis impactos do uso do
protocolo na disseminac¸a˜o de mensagens de dados realizada por uma
aplicac¸a˜o voltada a seguranc¸a no traˆnsito rodovia´rio, foram realizados
experimentos com simuladores de rede e de tra´fego bidirecionalmente
acoplados. O uso de simulac¸a˜o mostrou-se atraente por permitir o
controle sobre o ambiente e por consumir menos recursos. Por meio dos
experimentos, foram definidas as seguintes me´tricas: a confiabilidade
referente a` taxa de sucesso na entrega dos alertas, o atraso na entrega
dos dados, a quantidade de pacotes gerados e o nu´mero de coliso˜es
de pacotes. Desta forma foi poss´ıvel definir o impacto do uso deste
protocolo na aplicac¸a˜o.
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Como hipo´tese, teˆm-se as seguintes afirmac¸o˜es:
1. O protocolo prove confiabilidade na entrega das mensagens, mas
aumenta o tempo de processamento das mensagens e por fim,
aumenta o atraso na entrega das mensagens;
2. O protocolo proposto aumenta a quantidade de mensagens e com
isso aumenta a quantidade de coliso˜es de pacotes.
1.2.2 Delimitac¸a˜o do Escopo
Neste trabalho, foi definido um protocolo e uma aplicac¸a˜o para
prover confiabilidade na entrega de mensagens de aplicac¸o˜es veicula-
res voltadas a seguranc¸a em rodovias. Esta aplicac¸a˜o, voltada para
seguranc¸a, visa divulgar informac¸o˜es sobre acidentes, ocorreˆncias no
traˆnsito e condic¸o˜es adversas nas rodovias. Tanto a aplicac¸a˜o, quanto
o protocolo foram implementados em simuladores de rede e de tra´fego,
visto que o desenvolvimento de um proto´tipo real possui um custo muito
elevado.
1.2.3 Justificativa
Segundo Heron et al. (2008), a principal causa de acidentes em
rodovias e´ a falha humana. Com a incorporac¸a˜o de avanc¸os tecnolo´gicos
no aˆmbito automotivo, torna-se poss´ıvel alertar os condutores que tra-
fegam nas rodovias, sobre situac¸o˜es adversas, como acidentes, peda´gios,
congestionamentos, entre outros, por meio de uma aplicac¸a˜o distribu´ıda
que utiliza as redes interveiculares como sistema de comunicac¸a˜o.
Alshaer e Horlait (2005) afirmam que o desenvolvimento de apli-
cac¸o˜es voltadas a seguranc¸a no traˆnsito em rodovias tem grandes de-
safios, tais como, garantir a confiabilidade na entrega de mensagens
de dados. Esta confiabilidade surge por meio de implementac¸o˜es de
mecanismos e protocolos voltados ao gerenciamento das informac¸o˜es
provenientes do cena´rio veicular e que procuram garantir a entrega de
mensagens a todos os no´s da rede. Diante deste fato citado por Alshaer
e Horlait (2005), faz-se necessa´rio o desenvolvimento de um protocolo
confia´vel para disseminac¸a˜o de informac¸a˜o em redes veiculares, proto-
colo este, que deve procurar preencher as lacunas deixadas por outras
propostas anteriores, como por exemplo, (NEKOVEE; BOGASON, 2007),
(NAKORN; ROJVIBOONCHAI, 2010), (KAMOLTHAM; NAKORN; ROJVIBO-




Prover confiabilidade na disseminac¸a˜o de mensagens em aplica-
c¸o˜es voltadas a seguranc¸a no traˆnsito por meio de um protocolo adap-
tativo e eficiente.
1.3.2 Objetivos Espec´ıficos
De forma a alcanc¸ar o objetivo geral definido, os seguintes obje-
tivos espec´ıficos foram definidos:
• Analisar mecanismos e outros protocolos existentes que proveˆm
confiabilidade a disseminac¸a˜o de dados;
• Conceber um protocolo adaptativo para redes veiculares que prove
confiabilidade na entrega de mensagens;
• Analisar a confiabilidade do protocolo desenvolvido perante ou-
tras abordagens; e
• Analisar o impacto do protocolo no desempenho da aplicac¸a˜o.
1.4 METODOLOGIA
Nesta sec¸a˜o, apresenta-se uma classificac¸a˜o da metodologia uti-
lizada nesta pesquisa, bem como os procedimentos metodolo´gicos.
1.4.1 Metodologia da Pesquisa
Neste trabalho, e´ utilizado o me´todo hipote´tico-dedutivo, ja´ que
o trabalho parte de um problema e segue para a obtenc¸a˜o da sua solu-
c¸a˜o por meio da verificac¸a˜o de hipo´teses (LAKATOS; MARCONI, 2000).
Segundo Gil (2002), a pesquisa e´ de natureza aplicada, pois tem como
objetivo investigar, comprovar ou rejeitar as hipo´teses apresentadas na
soluc¸a˜o proposta. Com relac¸a˜o ao ponto de vista da forma de aborda-
gem do problema, este trabalho enquadra-se como uma pesquisa quan-
titativa e qualitativa (LAKATOS; MARCONI, 2000). Quantitativa pelo
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fato de que os resultados obtidos por meio dos experimentos foram
classificados e analisados por te´cnicas estat´ısticas. Ja´ a classificac¸a˜o
qualitativa se deve ao fato de que sera´ feita uma ana´lise descritiva so-
bre garantia da propriedade de disponibilidade implementada.
No ponto de vista de seus objetivos, esse trabalho se enquadra
em uma pesquisa explorato´ria (LAKATOS; MARCONI, 2000), pois visa
investigar mecanismos que podem prover confiabilidade ao protocolo
desenvolvido por meio de levantamentos bibliogra´ficos e de trabalhos
correlacionados.
1.4.2 Procedimentos Metodolo´gicos
Para o cumprimento dos objetivos espec´ıficos, referentes a` dis-
sertac¸a˜o, foram utilizados os seguintes me´todos de pesquisa:
1. revisa˜o bibliogra´fica: o estudo teve por objetivo prover co-
nhecimento e suporte teo´rico para o desenvolvimento da soluc¸a˜o
proposta. Tambe´m foi realizado um levantamento bibliogra´fico
sobre as redes veiculares, aplicac¸o˜es que utilizam estas redes e
conceitos que auxiliaram para o desenvolvimento da aplicac¸a˜o e
do protocolo, os quais forneceram mecanismos para o aumento
da confiabilidade na disseminac¸a˜o de informac¸o˜es na rede. Neste
estudo, foram utilizados materiais bibliogra´ficos publicados em li-
vros, artigos acadeˆmicos, artigos publicados em perio´dicos e ma-
teriais disponibilizados na internet;
2. ana´lise de trabalhos relacionados: foi realizada uma ana´lise
dos trabalhos correlatos encontrados na literatura, referenciados
por diversos autores, que empregam me´todos para melhoria e au-
mento da confiabilidade na difusa˜o de mensagens em redes veicu-
lares. Estes trabalhos serviram de base para a construc¸a˜o do pro-
tocolo proposto e da sua integrac¸a˜o a uma aplicac¸a˜o embarcada
nos ve´ıculos. Esses trabalhos foram selecionados e analisados por
meios de crite´rios definidos na revisa˜o sistema´tica, cujo protocolo
de busca e´ apresentado no Apeˆndice A.
3. definic¸a˜o do protocolo proposto: apo´s o levantamento bibli-
ogra´fico e ana´lise de trabalhos correlatos, foi definida a estrutura
do protocolo e os mecanismos implementados para prover confia-
bilidade a` transmissa˜o de informac¸o˜es na rede.
4. implementac¸a˜o da aplicac¸a˜o e do protocolo propostos:
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com base na modelagem realizada, a aplicac¸a˜o e protocolo fo-
ram implementados em um simulador de rede bidirecionalmente
acoplado;
5. realizac¸a˜o de simulac¸o˜es e testes: testes funcionais da aplica-
c¸a˜o foram realizados em um ambiente de simulac¸a˜o. Estes testes
foram baseados em planos de teste que foram definidos visando
verificar o atendimento aos requisitos, aferir alguns paraˆmetros
para a configurac¸a˜o da rede e da aplicac¸a˜o; e
6. avaliac¸a˜o do protocolo: visando avaliar o protocolo desenvol-
vido neste trabalho foram realizadas simulac¸o˜es de cena´rios (ro-
dovia fict´ıcia) com densidades diferentes de ve´ıculos. Foram ana-
lisadas as seguintes me´tricas: a confiabilidade referente a` taxa de
sucesso da entrega dos alertas, o atraso ma´ximo na entrega dos
alertas, a` quantidade de coliso˜es de pacotes e a quantidade de
pacotes gerados na rede.
1.5 ESTRUTURA DA DISSERTAC¸A˜O
Este documento esta´ estruturado em seis cap´ıtulos. O Cap´ıtulo
1, Introduc¸a˜o, apresentou uma visa˜o geral do trabalho, destacando a
motivac¸a˜o, a problematizac¸a˜o do trabalho, a soluc¸a˜o proposta, os obje-
tivos a serem alcanc¸ados ao longo do trabalho e os me´todos de pesquisa
empregados no desenvolvimento do trabalho.
No Cap´ıtulo 2 e´ apresentada uma revisa˜o bibliogra´fica sobre re-
des ad hoc veiculares, suas caracter´ısticas, vantagens e desvantagens,
padro˜es de comunicac¸a˜o e comunicac¸a˜o em VANETs. Tambe´m sa˜o
apresentadas algumas aplicac¸o˜es para redes ad hoc veiculares, aspectos
que envolvem a simulac¸a˜o de redes veiculares e simuladores de redes
mo´veis discutidos na literatura. Por fim, sa˜o apresentados os conceitos
de transporte de informac¸a˜o, aspectos referentes a disseminac¸a˜o de da-
dos em redes veiculares, categorias de protocolos e suas caracter´ısticas,
ale´m do conceito de codificac¸a˜o de redes.
Ja´ no Cap´ıtulo 3 sa˜o analisados os principais trabalhos relaciona-
dos, explicitando suas caracter´ısticas, vantagens e desavantagens, ale´m
de suas formas de funcionamento.
O Cap´ıtulo 4, apresenta o detalhamento do protocolo, que inclui
a modelagem, tecnologias escolhidas para o desenvolvimento da aplica-
c¸a˜o e simulac¸o˜es realizadas utilizando o protocolo em dez cena´rios de
uso.
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No Cap´ıtulo 5 sa˜o apresentados os resultados obtidos nas simula-
c¸o˜es e suas ana´lises. Por fim, no Cap´ıtulo 6, e´ apresentada a conclusa˜o,
destacando as contribuic¸o˜es deste trabalho, as dificuldades encontradas
e as sugesto˜es para trabalhos futuros.
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2 FUNDAMENTAC¸A˜O TEO´RICA
Neste cap´ıtulo, sa˜o apresentados os conceitos de redes veicula-
res, as arquiteturas existentes em redes veiculares, suas caracter´ısticas,
bem como os protocolos utilizados para disseminac¸a˜o de dados em re-
des veiculares. Tambe´m sa˜o apresentados os padro˜es de comunicac¸a˜o
sem fio utilizados em redes mo´veis. Ainda neste cap´ıtulo, sa˜o apresen-
tadas algumas aplicac¸o˜es descritas na literatura para redes veiculares
voltadas a seguranc¸a no traˆnsito, aspectos de simulac¸a˜o de redes mo´-
veis e modelos de mobilidade. Por fim, sa˜o apresentados os conceitos
de disseminac¸a˜o de dados e codificac¸a˜o de redes.
2.1 REDES VEICULARES
Segundo Zhao e Cao (2008), as redes veiculares esta˜o cada vez
mais presentes nas rodovias e aplicac¸o˜es que a utilizam esta˜o se tor-
nando um meio importante para prover mais seguranc¸a nas estradas.
Estas aplicac¸o˜es caracterizam um Sistema Inteligente de Transporte
(Intelligent Transportation System - ITS). Exemplos destas aplicac¸o˜es
incluem a monitorac¸a˜o cooperativa do tra´fego ou prevenc¸a˜o de coliso˜es
(LI; WANG, 2007).
As redes veiculares teˆm seus no´s compostos por ve´ıculos e por
equipamentos fixos que esta˜o presentes ao longo das vias. Todos estes
no´s possuem interface de comunicac¸a˜o sem fio e apresentam alta mobi-
lidade e trajeto´rias que acompanham as extenso˜es das vias de traˆnsito
(KOSCH, 2004).
Estas redes, incorporadas a um ambiente formado por ve´ıculos
e todos os componentes que formam vias de traˆnsito, possuem muitos
desafios para que possam ser utilizadas em larga escala (BECHLER et
al., 2003). Entre estes, destacam-se: a alta mobilidade dos no´s, o di-
namismo dos cena´rios, a escalabilidade com relac¸a˜o ao nu´mero de no´s
e o tempo reduzido em que dois no´s permanecem conectados (ZHAO;
CAO, 2008). Protocolos utilizados em redes ad hoc mo´veis (Mobile ad
hoc Network - MANETs) na˜o sa˜o adequados para suprir estes desafios,
mesmo assim as MANETs e as redes ad hoc veiculares possuem carac-
ter´ısticas comuns como o dinamismo da topologia da rede (ZHAO; CAO,
2008).
Segundo Sichitiu e Kihl (2008), mesmo tendo caracter´ısticas em
comum, VANETs e MANETs teˆm uma diferenc¸a importante que e´ a
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restric¸a˜o quanto ao consumo de energia. Nas MANETs, a frequeˆncia
e o volume dos dados sa˜o um fator relevante para o consumo de ener-
gia, ja´ nas VANETs as baterias dos ve´ıculos esta˜o sendo carregadas
frequentemente (SICHITIU; KIHL, 2008).
De acordo com Raya e Hubaux (2005) as principais caracter´ısti-
cas das VANETs sa˜o:
• Banda dispon´ıvel: as tecnologias sem fio dispon´ıveis atual-
mente possuem capacidades de transmissa˜o significativamente me-
nores do que aquelas dispon´ıveis em redes cabeadas;
• Conectividade varia´vel no tempo: a conectividade da rede e´
dependente de fatores como sua densidade em determinado ponto,
a velocidade de deslocamento dos no´s, o sentido desse desloca-
mento e o raio de alcance dos dispositivos instalados nestes ve´ı-
culos;
• Cooperac¸a˜o: a funcionalidade da rede recai totalmente sobre a
cooperac¸a˜o dos ve´ıculos que a compo˜e. Sem a participac¸a˜o destes,
as informac¸o˜es geradas na˜o se tornam de conhecimento geral;
• Escala: com milhares de ve´ıculos distribu´ıdos por todos os luga-
res, as VANETs podera˜o se tornar o tipo de rede ad hoc com o
maior nu´mero de no´s existente;
• Mobilidade organizada: diferentemente das MANETs tradi-
cionais, os no´s de uma VANET na˜o se movimentam de maneira
aleato´ria, mas sim dentro de vias de tra´fego existentes e sob a
regeˆncia de leis de circulac¸a˜o;
• Topologia dinaˆmica: a alta mobilidade dos no´s faz com que a
topologia das VANETs mude ra´pida e frequentemente;
• Recursos energe´ticos e computacionais: ao contra´rio das
MANETs tradicionais, as VANETs possuem recursos suficientes
para as aplicac¸o˜es desenvolvidas; e
• Seguranc¸a: com o acesso compartilhado ao meio, essas redes
sa˜o muito mais suscet´ıveis a ataques do que as redes cabeadas
convencionais.
Conforme descrevem Lin et al. (2007), as redes veiculares sa˜o
divididas em redes interveiculares e intraveiculares. As intraveiculares
sa˜o redes que esta˜o localizadas dentro dos ve´ıculos. Estas redes de-
vem permitir que as informac¸o˜es sejam compartilhadas entre diferentes
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ECUs (Electronic Control Unit - Unidade Eletroˆnica de Controle). Para
tanto, independente da tecnologia de rede adotada, esta deve interagir
com a rede pre´-existente. Desta forma, a comunicac¸a˜o deve atender
ou na˜o a requisitos espec´ıficos, decidindo-se, por exemplo, por adotar
comunicac¸a˜o sem fio em sensores do sistema de freios ABS (Anti-lock
Braking System). Neste caso, esta rede sem fio deve atender a requisitos
que envolvem altas taxas de amostragem e alta confiabilidade, diferen-
temente de utilizar a comunicac¸a˜o sem fio para controle de laˆmpadas
ou vidros ele´tricos (LIN et al., 2007).
Ja´ as redes interveiculares sa˜o redes formadas por ve´ıculos que
se comunicam com outros ve´ıculos ou com a infraestrutura que esta´
presente ao longo das vias. Segundo Papadimitratos et al. (2008), estas
redes podem possuir as seguintes caracter´ısticas: todos os no´s sa˜o pro-
vedores, encaminhadores e consumidores de dados; os dados difundidos
sa˜o oriundos de va´rios sensores e caˆmeras em cada no´; a rede e´ aberta
e de topologia altamente dinaˆmica e ha´ uma alterac¸a˜o constante na
vizinhanc¸a dos no´s.
A arquitetura das redes veiculares define a maneira como os no´s
se organizam e se comunicam, podendo ser classificada em treˆs princi-
pais tipos: ad hoc puro, infraestruturado ou h´ıbrido (LI; WANG, 2007).
• Modo ad hoc Puro (Vehicle-to-Vehicle - V2V): automo´veis
funcionam como roteadores, encaminhando o tra´fego atrave´s de
mu´ltiplos saltos. A comunicac¸a˜o e´ realizada sem a presenc¸a de
um elemento centralizador;
• Modo Infraestruturado (Vehicle-to-Infrastructure - V2I):
utiliza no´s esta´ticos distribu´ıdos ao longo da via, que funcionam
como pontos de acesso. Estes dispositivos podem atuar tanto na
gerac¸a˜o de novas informac¸o˜es quanto no roteamento de dados ge-
rados por terceiros. Estes no´s centralizam todo o tra´fego da rede,
servindo como no´s intermedia´rios das comunicac¸o˜es; e
• Arquitetura Hı´brida: e´ utilizada uma infraestrutura mı´nima
para aumentar a conectividade e prover alguns servic¸os de rede,
como interconexa˜o por exemplo. Neste modo, ha´ tambe´m a pos-
sibilidade dos ve´ıculos se comunicarem por mu´ltiplos saltos.
As redes veiculares trazem inu´meras aplicac¸o˜es e estas aplica-
c¸o˜es sa˜o divididas em duas categorias de acordo com Jakubiak e Kou-
cheryavy (2008); conforto e seguranc¸a. Aplicac¸o˜es voltadas ao conforto
procuram melhorar o conforto dos passageiros e a eficieˆncia do tra´fego.
Neste aspecto podem ser inclu´ıdos os pontos de interesse (POI - Points
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Of Interest), assim os no´s podem receber dados de ve´ıculos comerciais
e da infraestrutura rodovia´ria sobre seus nego´cios. Empresas (shop-
pings, restaurantes, postos de combust´ıvel e hote´is) podem configurar
gateways estaciona´rias para transmitir dados de marketing para clien-
tes em potencial que passam pela via. A caracter´ıstica importante de
aplicac¸o˜es de conforto/comercial e´ a de que essas na˜o devem interferir
nas aplicac¸o˜es de seguranc¸a. Neste contexto a priorizac¸a˜o de tra´fego e
uso de diferentes canais f´ısicos e´ uma soluc¸a˜o via´vel.
Segundo Jakubiak e Koucheryavy (2008) as aplicac¸o˜es relaciona-
das a` seguranc¸a podem ser agrupadas em treˆs classes principais: as-
sisteˆncia (navegac¸a˜o, prevenc¸a˜o cooperativa de coliso˜es e mudanc¸a de
faixa de rodagem), informac¸a˜o (limite de velocidade) e de alerta (po´s
acidente, obsta´culos, ou avisos referentes as condic¸o˜es da via). Essas
aplicac¸o˜es geralmente exigem comunicac¸a˜o direta devido ao seu cara´ter
cr´ıtico. Nestas aplicac¸o˜es, os principais desafios sa˜o reduzir o tempo
de divulgac¸a˜o de notificac¸o˜es de forma que o condutor possa reagir de
acordo com o potencial obsta´culo e garantir a integridade destas noti-
ficac¸o˜es. Esta dissertac¸a˜o visa, principalmente, prover um mecanismo
confia´vel para aplicac¸o˜es de seguranc¸a no traˆnsito.
2.2 PADRO˜ES DE COMUNICAC¸A˜O SEM FIO UTILIZADOS EM
REDES VEICULARES
Como existem va´rios padro˜es de comunicac¸a˜o sem fios dispon´ı-
veis para implementar redes interveiculares, foi necessa´rio estabelecer
um crite´rio inicial de pre´-selec¸a˜o para a escolha dos padro˜es que sera˜o
analisados em mais detalhes nesta sec¸a˜o. O crite´rio adotado foi o nu´-
mero de citac¸o˜es e refereˆncias encontrado a partir de uma revisa˜o da
literatura que considerou vinte e oito trabalhos cient´ıficos relacionados
a aplicac¸o˜es de redes veiculares (LUNDGREN; NORDSTRo¨; TSCHUDIN,
2002); (REICHARDT et al., 2002); (NADEEM et al., 2004); (OTT; KUTS-
CHER, 2004); (CONSORTIUM, 2005); (KOSCH, 2005); (BISWAS; TAT-
CHIKOU; DION, 2006); (CALISKAN; GRAUPNER; MAUVE, 2006); (GASS;
SCOTT; DIOT, 2006); (OSAFUNE; LIN; LENARDI, 2006); (PANAYAPPAN
et al., 2007); (RIZVI et al., 2007); (OSTERMAIER; DOTZER; STRASSBER-
GER, 2007); (ZHANG; ZHANG; JIA, 2007); (TOULMINET; BOUSSUGE;
LAURGEAU, 2008); (SARAVANAN; THANGAVELU; RAMESHBABU, 2009);
(PAULA; OLIVEIRA; NOGUEIRA, 2010); (AUGUSTO C. H. P.; REZENDE,
2010); (CAMBRUZZI et al., 2010); (CARVALHO; REZENDE, 2010); (GO-
MES et al., 2010); (PASSOS; ALBUQUERQUE, 2010); (MITROPOULOS et
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al., 2010); (ARNOULD et al., 2011); (ECKHOFF et al., 2011); (GEISSLER;
SCHINDHELM; LUEDEKE, 2011); (KARGL; PAPADIMITRATOS, 2011); (PAN-
DAZIS, 2012).
De acordo com o levantamento feito, apresentado na Tabela 1,
verificou-se que os padro˜es de comunicac¸a˜o mais utilizados nos tra-
balhos analisados foram: o padra˜o 802.11p, sendo o mais utilizado,
seguido pelo padra˜o 802.11g com sete utilizac¸o˜es, os padro˜es 802.11b e
802.11a ambos com seis utilizac¸o˜es e a soluc¸a˜o VehiCular-MAC (VC-
MAC) utilizada uma u´nico trabalho.
Tabela 1: Relac¸a˜o entre padro˜es e nu´mero de utilizac¸a˜o nos trabalhos






A partir dos resultados obtidos, foram pre´-selecionados para ana´-
lise e breve descric¸a˜o os padro˜es de comunicac¸o˜es sem fios 802.11g e
802.11p. O protocolo VC-MAC e´ uma soluc¸a˜o proposta por Zhang,
Zhang e Jia (2007), desenvolvida para redes com arquitetura h´ıbrida,
e´ baseado na comunicac¸a˜o cooperativa e utiliza o conceito de reutiliza-
c¸a˜o espacial (ZHANG; ZHANG; JIA, 2007). Como o protocolo VC-MAC
e´ uma soluc¸a˜o proposta e na˜o um padra˜o de jure ou de fato, este na˜o
foi analisado neste trabalho.
2.2.1 IEEE 802.11
O padra˜o 802.11g por operar na mesma frequeˆncia do padra˜o
802.11b, torna-se poss´ıvel a adic¸a˜o de adaptadores de rede e pontos
de acesso 802.11g a uma rede 802.11b ja´ existente. A velocidade de
transmissa˜o e´ de 54 Mbps. Com a utilizac¸a˜o deste padra˜o, e´ poss´ı-
vel transmitir informac¸o˜es simultaneamente em dois canais diferentes,
dobrando a taxa de transmissa˜o e o n´ıvel de interfereˆncia com outras
redes pro´ximas (DOEFEXI et al., 2003).
Em 2004, com o objetivo de padronizar as comunicac¸o˜es em redes
veiculares, foi definido um novo padra˜o, denominado 802.11p WAVE
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(Wireless Access in the Vehicular Enviroment). Segundo Weil (2009),
a arquitetura WAVE e´ dividida em seis documentos: IEEE P1609.1,
IEEE P1609.2, IEEE P1609.3, IEEE P1609.4, IEEE 802.11 e IEEE
802.11p. Na Figura 1, pode ser observada a pilha de protocolos WAVE.
Figura 1: Pilha de protocolos WAVE.
• IEEE P1609.1: especifica servic¸os e interfaces da aplicac¸a˜o de
gerenciamento de recursos. Seu objetivo principal e´ favorecer a
interoperabilidade de aplicac¸o˜es WAVE, de forma a simplificar
as Unidades de Bordo , reduzindo seu custo e aumentando o de-
sempenho (WEIL, 2009). Essa comunicac¸a˜o permite o acesso a
recursos como memo´ria, interfaces de usua´rios e interfaces com
outros dispositivos no ve´ıculo (WEIL, 2009);
• IEEE P1609.2: define formatos e processamento seguros de en-
vio de mensagens, bem como as circunstaˆncias e momentos em
que devem ser utilizadas estas mensagens. Determina a utilizac¸a˜o
de ferramentas de seguranc¸a tradicionais, como Infraestrutura de
Chaves Pu´blicas (PKI - Public Key Infrastructure). Define tam-
be´m a existeˆncia de autoridades de certificac¸a˜o, responsa´veis por
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autorizar outras entidades por meio da emissa˜o de certificados. O
padra˜o descreve uma aplicac¸a˜o denominada gerente de seguranc¸a,
responsa´vel por gerenciar o certificado raiz e armazenar as listas
de certificados revogados (WEIL, 2009);
• IEEE P1609.3: especifica os servic¸os das camadas de controle de
enlace lo´gico (LLC – Logical Link Control), rede e de transporte.
A comunicac¸a˜o WAVE pode utilizar o IPv6 (Internet Protocol
Version 6) ou mensagens curtas WAVE (WEIL, 2009);
• IEEE P1609.4: define modificac¸o˜es no padra˜o IEEE 802.11,
para a operac¸a˜o em mu´ltiplos canais (WEIL, 2009);
• IEEE 802.11: protocolo tradicional (WEIL, 2009); e
• IEEE 802.11p: extensa˜o da famı´lia de protocolos IEEE 802.11,
baseando-se principalmente na extensa˜o ”a” do IEEE 802.11 e
operando na frequeˆncia de 5,9 GHz. Na arquitetura WAVE, o
MAC e´ responsa´vel pela definic¸a˜o das diferenc¸as espec´ıficas do
controle de acesso ao meio em relac¸a˜o ao padra˜o 802.11 tradicional
(WEIL, 2009).
2.3 APLICAC¸O˜ES QUE UTILIZAM REDES VEICULARES
De acordo com Jakubiak e Koucheryavy (2008), as redes vei-
culares devem ser utilizadas para aumentar a seguranc¸a e tambe´m a
eficieˆncia do tra´fego nas vias urbanas e rodovia´rias por meio da troca
de dados entre os ve´ıculos pertencentes a` via. Inu´meras aplicac¸o˜es vol-
tadas a` seguranc¸a em rodovias foram desenvolvidas, dentre estas aplica-
c¸o˜es, destacam-se as de Alertas de Perigo Local (LDW - Local Danger
Warnings). Segundo Ostermaier, Dotzer e Strassberger (2007), este
tipo de aplicac¸a˜o mostra-se como um dos mais promissores, devido ao
significativo benef´ıcio coletivo trazido pela disseminac¸a˜o de mensagens
informando as situac¸o˜es de risco na via. Nas redes veiculares, a coo-
perac¸a˜o entre os no´s se faz necessa´ria para um desempenho adequado,
visto que existe uma frequente troca de dados entre os ve´ıculos (KOSCH,
2004).
Essas aplicac¸o˜es LDW possuem requisitos estritos de lateˆncia e
confiabilidade para as mensagens, devem ser robustas a` inserc¸a˜o de
mensagens falsas e serem capazes de lidar com informac¸o˜es conflitantes
(BENSLIMANE, 2005). Kosch (2004) define uma aplicac¸a˜o para troca de
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mensagens de perigo local, que consiste em informac¸o˜es baseadas nas
leituras obtidas pelos sensores locais dos ve´ıculos.
Paula, Oliveira e Nogueira (2010) abordam a necessidade dos
condutores serem avisados o mais ra´pido poss´ıvel a cerca de qualquer
evento que ponha em risco a seguranc¸a de pessoas. Propo˜e enta˜o a
tomada de ac¸o˜es paliativas para diminuir as poss´ıveis consequeˆncias
destes eventos, como o desenvolvimento de uma aplicac¸a˜o de mensagem
de perigo local. Pode-se observar na Figura 2 uma situac¸a˜o como esta.
Figura 2: Detecc¸a˜o de eventos de risco.
Na Figura 2, o ve´ıculo 1, ao detectar o acu´mulo de o´leo na pista,
dissemina na rede uma mensagem informando o problema aos ve´ıculos
que esta˜o pro´ximo ao local. Estes enta˜o atuam como roteadores da
mensagem, aumentando o alcance deste aviso. Desta forma, os moto-
ristas tera˜o tempo ha´bil para reagir a esta situac¸a˜o da maneira mais
segura poss´ıvel.
Existem aplicac¸o˜es voltadas a` assisteˆncia ao condutor para auxi-
liar na conduc¸a˜o do automo´vel a partir de informac¸o˜es u´teis. Algumas
destas informac¸o˜es sa˜o recebidas a partir de servic¸os que podem ser ofe-
recidos ao condutor. Servic¸os como, aux´ılio ao estacionar, controle de
tra´fego, sinalizac¸a˜o em cruzamentos pro´ximos ao automo´vel, localizac¸a˜o
geogra´fica e aumento da percepc¸a˜o do condutor (CALISKAN; GRAUP-
NER; MAUVE, 2006). Uma destas aplicac¸o˜es vem sendo utilizada em
cidades da Alemanha, como por exemplo, a cidade de Munique. Esta
aplicac¸a˜o auxilia o condutor ao procurar por vagas para estacionar, e
se mostra muito eficaz, podendo em muitos casos diminuir os congesti-
onamentos comuns em a´reas de estacionamento. A aplicac¸a˜o utiliza o
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padra˜o 802.11b e foi simulada utilizando o simulador NS-2 (CALISKAN;
GRAUPNER; MAUVE, 2006).
Rizvi et al. (2007) apresentam uma aplicac¸a˜o que utiliza re-
des veiculares para seguranc¸a no traˆnsito e que utiliza o padra˜o IEEE
802.11p. Trata-se de uma aplicac¸a˜o criada para alertar a chegada de
ve´ıculos de emergeˆncia, fazendo com que os condutores abram caminho.
O funcionamento consiste no envio de mensagens por difusa˜o pelos ve´ı-
culos de emergeˆncia, informando a origem, o destino, e a identificac¸a˜o
da rota, entre outros dados. Os demais ve´ıculos recebem estas informa-
c¸o˜es com antecedeˆncia, de maneira que possam ter tempo o suficiente
para decidir de que maneira agir.
O simTD (Safe and Intelligent Mobility: Test Field Germany)
(ECKHOFF et al., 2011) e´ um projeto de pesquisa voltado para a co-
mercializac¸a˜o de aplicac¸o˜es para VANETs. Uma das aplicac¸o˜es desen-
volvidas no projeto e´ o Traffic Information System (TIS) que tem por
objetivo fornecer aos condutores informac¸o˜es sobre as condic¸o˜es da es-
trada a` sua frente e tambe´m um servic¸o de gerac¸a˜o de rotas. Outro
objetivo do projeto e´ tambe´m apoiar e incluir ve´ıculos que na˜o esta˜o
equipados com mapas digitais (comerciais). Em vez de usar mapas pre´-
instalados, os ve´ıculos geram seus mapas de forma autoˆnoma, usando
um receptor GPS e uma grade de refereˆncia mundial conhecida por
todos os ve´ıculos (ECKHOFF et al., 2011).
Outro projeto voltado ao desenvolvimento de aplicac¸o˜es para
VANETs e´ o WiSafeCar (ARNOULD et al., 2011), que consiste na pes-
quisa e prototipagem eficiente de mecanismos para redes veiculares, a
fim de fornecer suporte a uma ampla gama de servic¸os para os usua´-
rios em movimento, mesmo que estes estejam fora de seus ve´ıculos. O
WiSafeCar utiliza o protocolo IEEE 802.11p. Os servic¸os prestados
va˜o desde servic¸os de seguranc¸a, tais como informac¸o˜es meteorolo´gicas
para regio˜es onde ocorrem acidentes por conta das condic¸o˜es clima´ticas
a uma soluc¸a˜o de transporte urbano dinaˆmico (ARNOULD et al., 2011).
Outras aplicac¸o˜es que visam aumentar a seguranc¸a no traˆnsito,
e que se destacam sa˜o descritas no Apeˆndice B.
2.4 MODOS DE ORGANIZAC¸A˜O DA COMUNICAC¸A˜O EM VANETS
A comunicac¸a˜o em redes veiculares pode ser organizada para
maximizar a efica´cia no encaminhamento de informac¸o˜es. Protocolos
da camada de rede devem ser cuidadosamente selecionados para ofere-
cer uma organizac¸a˜o que leve a uma utilizac¸a˜o eficiente dos limitados
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recursos de canal sem fio, sem comprometer a conectividade de rede
(WILLKE; TIENTRAKOOL; MAXEMCHUK, 2009).
Segundo Xu e Gerla (2002) a comunicac¸a˜o nas redes veiculares ad
hoc pode ser organizada nos modos plano ou hiera´rquico. Na organiza-
c¸a˜o plana, os no´s esta˜o em um mesmo n´ıvel, todos os no´s teˆm a mesma
func¸a˜o dentro da rede. O envio de mensagens desta rede ocorre por
meio de difusa˜o, utilizando mecanismos de inundac¸a˜o semelhantes aos
descritos na Sec¸a˜o 2.5.1. Na Figura 3, pode ser observado como os no´s
sa˜o organizados em uma comunicac¸a˜o plana. A utilizac¸a˜o da organiza-
c¸a˜o plana em redes veiculares traz como desvantagem a escalabilidade
limitada, devido ao grande nu´mero de transmisso˜es e retransmisso˜es
geradas durante a comunicac¸a˜o.
Figura 3: Organizac¸a˜o plana.
Ja´ na organizac¸a˜o hiera´rquica, os no´s da rede sa˜o separados em
grupos (clusters). Nesses grupos, os no´s podem assumir diferentes fun-
c¸o˜es. Em um grupo existira´ o no´ que assumira´ a func¸a˜o de l´ıder, este
no´ sera´ responsa´vel pela disseminac¸a˜o das mensagens dentro do seu
grupo, como pode ser observado na Figura 4. Os clusters podem se
movimentar juntamente com os ve´ıculos ou serem fixados em certos
locais, tais como intersecc¸o˜es. Os protocolos em (CHEN; CAI, 2005),
(CHISALITA; SHAHMEHRI, 2002) e (REUMERMAN; ROGGERO; RUFFINI,
2005) apoiam ambas as definic¸o˜es. O primeiro n´ıvel de hierarquia e´
tipicamente um protocolo de encaminhamento, que liga os grupos dife-
rente. As mensagens podem ser enviadas por ve´ıculos gateways e clus-
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ters adjacentes podem utilizar a comunicac¸a˜o em malha para reduzir
a lateˆncia de encaminhamento, como o que ocorre no protocolo BRO-
ADCOMM (DURRESI; DURRESI; BAROLLI, 2005). Um inconveniente
proveniente destes agrupamentos e´ o overhead necessa´rio para formar
e manter a organizac¸a˜o. Como um exemplo de formac¸a˜o, o primeiro
ve´ıculo a transmitir uma mensagem pode eleger-se l´ıder e depois definir
que seu grupo seja todos os vizinhos a dois saltos de distaˆncia. No pro-
tocolo BROADCOMM (DURRESI; DURRESI; BAROLLI, 2005), beacons
sa˜o utilizados para estabelecer os limites de comunicac¸a˜o. Ao contra´rio
da comunicac¸a˜o plana, a comunicac¸a˜o hiera´rquica melhora a escalabi-
lidade. Se houver problemas de comunicac¸a˜o, estes sa˜o tratados dentro
do grupo, evitando que os problemas se propaguem pela rede (OHTA;
INOUE; KAKUDA, 2003).
Figura 4: Organizac¸a˜o hiera´rquica.
2.5 DISSEMINAC¸A˜O DE DADOS EM REDES VEICULARES
O mecanismo de difusa˜o de mensagens (broadcast) e´ muito usado
no aˆmbito das redes veiculares. Muitas aplicac¸o˜es voltadas as VANETs
disseminam dados pela rede sem ao menos conhecer a identificac¸a˜o
dos no´s que efetivamente receberam estes dados. Muitas aplicac¸o˜es de
seguranc¸a para rodovias utilizam difusa˜o para alertar os condutores de
perigos a` frente (KOSCH, 2004).
Segundo Chang e Maxemchuk (1984), protocolos voltados a dis-
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seminac¸a˜o de informac¸o˜es sa˜o divididos em duas classes, protocolos de
difusa˜o na˜o confia´vel e de difusa˜o confia´vel. Para Chang e Maxemchuk
(1984) protocolos de difusa˜o na˜o confia´veis oferecem melhor esforc¸o,
desta forma priorizam a disseminac¸a˜o da informac¸a˜o sem garantir a
entrega dos dados a todos os no´s existentes na rede. Koubek, Rea e
Pesch (2010), definem que um protocolo de difusa˜o confia´vel deve ga-
rantir a entrega de uma mensagem a todos os no´s pertencentes a uma
rede, dentro de um intervalo de tempo, mesmo operando em um meio
compartilhado, na˜o confia´vel e sem fio em que a largura de banda e´
limitada. O protocolo confia´vel tambe´m deve garantir taxas de en-
trega elevadas para mensagens priorita´rias para todas as densidades de
ve´ıculos existentes na via (KOUBEK; REA; PESCH, 2010).
2.5.1 Protocolos de Difusa˜o Na˜o Confia´veis
Os protocolos de difusa˜o na˜o confia´veis teˆm como objetivo prin-
cipal entregar uma mensagem ao maior nu´mero de no´s pertencentes a
rede dentro de um curto espac¸o de tempo. A disseminac¸a˜o de mensa-
gens em redes ad hoc teˆm certos desafios, como a alta mobilidade dos
no´s e o pequeno per´ıodo que os no´s permanecem conectados (BECHLER
et al., 2003). Pesquisadores, como Ni et al. (1999), Heissenbuttel et
al. (2006), Zanella, Pierobon e Merlin (2004), Korkmaz et al. (2004) e
Fasolo, Zanella e Zorzi (2006), desenvolveram abordagens para melhor
a disseminac¸a˜o de dados em protocolos de difusa˜o na˜o confia´veis, estas
abordagens sa˜o apresentadas a seguir.
2.5.1.1 Inundac¸a˜o
Segundo Jacobsson, Guo e Niemegeers (2005), protocolos de
inundac¸a˜o sa˜o altamente distribu´ıdos, uma vez que e´ da responsabili-
dade de cada no´ determinar se vai participar na retransmissa˜o ou na˜o.
Esta tomada de decisa˜o normalmente e´ baseada no nu´mero de mensa-
gens ja´ recebidas pelo no´ e tambe´m leva em considerac¸a˜o a localizac¸a˜o
atual da fonte de informac¸o˜es (JACOBSSON; GUO; NIEMEGEERS, 2005).
Ni et al. (1999) foram os primeiros a utilizar te´cnicas de inun-
dac¸a˜o em redes ad hoc moveis e introduzir o termo Broadcast Storm.
Esse termo denomina o problema que acontece quando se tenta enviar
mensagens destinadas a todos os no´s que formam a rede, forc¸ando cada
no´ retransmitir a mensagem (inundac¸a˜o simples). A Inundac¸a˜o simples
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resulta em treˆs problemas graves, mensagens duplicadas (todos os
vizinhos recebera˜o a mensagem varias vezes), disputa (os no´s dispu-
tara˜o o canal) e colisa˜o (transmisso˜es simultaˆneas e terminal oculto).
Ni et al. (1999) apresentaram me´todos diferentes para reduzir a redun-
daˆncia, inibindo alguns no´s de retransmissa˜o. Estes me´todos sa˜o:
• Me´todo Probabil´ıstico: um no´ retransmite a mensagem com
uma probabilidade p, onde 0 ≤ p ≤ 1. Pode-se notar que quando
p = 1, este me´todo sera´ ideˆntico a` inundac¸a˜o simples;
• Me´todo baseado em Contador: ocorre quando um no´ re-
transmite uma mensagem apenas se ouvir a mensagem c vezes,
sendo que c < C e C e´ uma constante (igual a 3 ou 4, tal como
recomendado por Ni et al. (1999));
• Me´todo baseado na Distaˆncia: um no´ retransmite a mensa-
gem somente se a distaˆncia entre o receptor e transmissor e´ d >
D, sendo que D e´ uma constante.
• Me´todo baseado em Localizac¸a˜o: cada no´ compara a sua lo-
calizac¸a˜o com a localizac¸a˜o do transmissor e calcula a cobertura
adicional que pode ser fornecida assumindo que todos os no´s teˆm
cobertura omnidirecional. Um no´ retransmite a mensagem so-
mente se a cobertura adicional for maior que A, sendo que A e´
uma constante; e
• Me´todo baseado em Clusters: neste esquema, Ni et al. (1999)
sugerem dividir a rede em grupos circulares (clusters), cada clus-
ter tem um conjunto pequeno de no´s atuando como um gateway
para os clusters vizinhos. Neste me´todo, apenas um gateway tem
o direito de retransmitir a mensagem.
Finalmente, com experimentos realizados, Ni et al. (1999) pude-
ram concluir que o regime baseado em localizac¸a˜o resultou na mı´nima
quantidade de mensagens duplicadas. Embora fosse a primeira vez que
o problema associado a` difusa˜o por mu´ltiplos saltos em redes ad hoc
tenha sido estudado, Ni et al. (1999) apresentaram uma boa ana´lise.
Os experimentos realizados por Ni et al. (1999), segundo Heissenbuttel
et al. (2006), apresentaram algumas deficieˆncias fundamentais como, o
algoritmo na˜o ser eficaz em cargas elevadas de pacotes e na˜o tratar do
problema de no´ oculto.
O protocolo Dynamic Delayed Broadcasting (DDB), proposto
por Heissenbuttel et al. (2006), e´ apenas uma versa˜o atualizada do
me´todo baseado em localizac¸a˜o proposto por Ni et al. (1999). Nesse
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protocolo, os no´s que recebem o pacote difundido devem calcular a co-
bertura adicional que pode ser fornecida. Dependendo do tamanho da
a´rea, cada no´ introduz um atraso antes de retransmitir o pacote, sendo
que o atraso e´ mais longo para a´reas de cobertura menores. Desta
forma, os no´s que teˆm uma probabilidade maior de atender a no´s mais
distantes ira˜o transmitir primeiro o pacote. Este protocolo tem como
ponto forte a escolha distribu´ıda dos no´s que devera˜o retransmitir as
mensagens sem a utilizac¸a˜o de qualquer informac¸a˜o pre´via da topologia
da rede. Segundo Heissenbuttel et al. (2006), o protocolo tambe´m re-
duz a quantidade de mensagens duplicadas de forma eficiente, mas na˜o
diminui a probabilidade de coliso˜es e, por na˜o utilizar uma confirmac¸a˜o
de recebimento das mensagens, a confiabilidade global e´ degradada.
2.5.1.2 U´nica Retransmissa˜o
Pode-se verificar que os protocolos de u´nica retransmissa˜o teˆm
comportamento subsequente quando o no´ transmissor lida com a res-
ponsabilidade de transmitir uma mensagem a um no´ que o segue. O
melhor no´ para lidar com a func¸a˜o de retransmissa˜o em protocolos de
disseminac¸a˜o e´ o mais distante, por estar nas bordas do raio de co-
bertura do transmissor, assim podendo alcanc¸ar maiores distaˆncias. O
problema presente nestes protocolos e´ como escolher o no´ mais distante,
sem qualquer informac¸a˜o pre´via (KORKMAZ et al., 2004).
No protocolo Minimum Connected Dominating Set (MCDS), Za-
nella, Pierobon e Merlin (2004) definiram um conjunto mı´nimo de no´s
conectados e cada outro no´ na rede localizado a um salto de distaˆncia
esta´ conectado a um no´ pertencente a esse conjunto. Nos protocolos de
transmissa˜o baseados em MCDS, a mensagem e´ encaminhada apenas
pelos no´s dos MCDS. Esses protocolos atingem o maior progresso ao
longo da linha de propagac¸a˜o, garantindo a cobertura de toda a rede.
Os MCDS apresentam desempenho teo´rico o´timo. No entanto, esses
protocolos precisam de informac¸o˜es em tempo real sobre a localizac¸a˜o
exata de cada no´ da rede, que na˜o e´ pra´tico em redes veiculares. Este
aspecto afeta qualquer soluc¸a˜o que se baseie em um conhecimento com-
pleto ou parcial da topologia da rede (ZANELLA; PIEROBON; MERLIN,
2004).
O protocolo baseado em disseminac¸a˜o de informac¸o˜es chamado
Urban Multi-hop Broadcast Protocol (UMB) tem como objetivo evitar
o terminal oculto utilizando uma te´cnica na camada de aplicac¸a˜o se-
melhante ao Request-To-Send (RTS) e o Clear-To-Send (CTS) usados
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no protocolo CSMA/CA (Carrier Sense Multiple Access with Collision
Avoidance), para diminuir o excesso de carga de controle e aumentar a
confiabilidade na difusa˜o em mu´ltiplos saltos (KORKMAZ et al., 2004).
Este protocolo trabalha em dois modos, difusa˜o direcional e no modo
intersec¸a˜o. O modo de difusa˜o direcional seleciona o no´ mais distante
da origem para continuar a difusa˜o. No modo intersec¸a˜o, o protocolo
assume que repetidores sa˜o instalados nos cruzamentos para encami-
nhar a difusa˜o (KORKMAZ et al., 2004).
Neste protocolo, o mecanismo de selec¸a˜o do no´ mais distante
funciona da seguinte maneira: quando um no´ recebe uma mensagem
de Request-To-Broadcast (RTB), este no´ transmite um sinal de interfe-
reˆncia no canal de um comprimento proporcional a` sua distaˆncia atual
a partir do transmissor. Enta˜o, o no´ que tem a intenc¸a˜o de transmitir
uma determinada mensagem verifica o status do canal sem fio. Se o
canal esta´ ocupado com outro sinal de interfereˆncia, e´ por que outro no´
ainda esta´ transmitindo. Caso contra´rio, se o no´ verifica que o canal
esta´ inativo, este no´ sera´ o mais distante e ira´ enviar uma mensagem
de Clear-To-Broadcast (CTB). No caso em que ha´ mais de um no´ no
segmento mais distante, os seus CTBs podem colidir. Em tal situa-
c¸a˜o, o transmissor devera´ reenviar o RTB novamente e refazer o mesmo
procedimento (KORKMAZ et al., 2004).
O algoritmo proposto tem como pontos fortes na˜o requerer infor-
mac¸o˜es sobre a densidade ou coordenadas geogra´ficas de todos os no´s
presentes na vizinhanc¸a do transmissor e a robustez da topologia em
qualquer volume de tra´fego. Por utilizar o envio de um sinal de inter-
fereˆncia para determinar o no´ mais distante, este possui alta lateˆncia e
limita a sua utilizac¸a˜o em situac¸o˜es de emergeˆncia (YI et al., 2010).
O Smart Broadcasting Protocol (FASOLO; ZANELLA; ZORZI, 2006)
possui o mesmo objetivo que o UMB, pore´m utilizando uma metodo-
logia diferente. Apo´s a recepc¸a˜o de uma mensagem de RTB, cada no´
deve determinar seu segmento e, consequentemente, definir um tempo
de backoff aleato´rio. Segmentos sera˜o associados com janelas de con-
tenc¸a˜o na˜o sobrepostas ordenadas da mais externa para a mais interna
(FASOLO; ZANELLA; ZORZI, 2006). Por exemplo, suponha que a janela
de contenc¸a˜o tenha tamanho 4; os no´s no segmento mais distante de-
vem escolher aleatoriamente um tempo de backoff entre 0 e 3, no´s no
segmento mais pro´ximo devem escolher um valor entre 4 e 7, e assim
por diante.
Os no´s ira˜o diminuir seus temporizadores de backoff por 1 a
cada time slot enquanto ouvem o canal. Enquanto espera, se algum
no´ receber uma mensagem CTB va´lida, este deve mudar da fase de
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contenc¸a˜o para a fase de espera da transmissa˜o. Caso contra´rio, se
qualquer no´ terminar a contagem de backoff, este enviara´ a mensagem
CTB, contendo a sua identidade e retransmitira´ qualquer mensagem
entregue (FASOLO; ZANELLA; ZORZI, 2006).
Este protocolo realiza a mesma operac¸a˜o presente no protocolo
UMB, pore´m depende apenas do tempo mı´nimo de espera. Segundo
Fasolo, Zanella e Zorzi (2006), mesmo com os bons resultados obtidos
durante os experimentos, o protocolo tambe´m tem deficieˆncias como
depender do tamanho da janela de contenc¸a˜o. Ainda segundo Fasolo,
Zanella e Zorzi (2006) existem va´rios valores ideais para volumes de
tra´fego diferentes. O protocolo na˜o proporciona um me´todo para a
estimativa do volume de tra´fego atual, desta forma, o tamanho da janela
de contenc¸a˜o sera´ esta´tico com um valor predeterminado, desta forma,
a execuc¸a˜o nunca chegara´ aos valores ideais.
2.5.2 Protocolos Confia´veis
A transmissa˜o em redes sem fio pode servir para inu´meras apli-
cac¸o˜es em que a confiabilidade na˜o e´ necessa´ria e o tempo na˜o e´ um
requisito cr´ıtico. Com o surgimento das redes veiculares, trabalhos
como, Xu et al. (2004), Alshaer e Horlait (2005) tornaram o tempo um
requisito cr´ıtico e a confiabilidade extremamente importante para ser-
vic¸os destinados a grupos de aplicac¸o˜es de seguranc¸a no traˆnsito, pois
a entrega confia´vel de mensagens pode evitar novos acidentes. Diante
deste cena´rio, busca-se criar de um protocolo que entregue mensagens
de uma u´nica fonte para cada no´ em sua faixa de transmissa˜o com
confiabilidade e minimo atraso.
Segundo Nakorn e Rojviboonchai (2010), as me´tricas relaciona-
das ao desempenho dos protocolos confia´veis sa˜o:
• Taxa de sucesso: o nu´mero de no´s que teˆm recebido com su-
cesso a transmissa˜o, dividido pelo nu´mero de no´s na faixa de
comunicac¸a˜o do transmissor; e
• Lateˆncia: o tempo total exigido para a entrega da mensagem.
Xu et al. (2004), Alshaer e Horlait (2005), Xie et al. (2005) e Balon
e Guo (2006) utilizaram treˆs me´todos para aumentar a confiabilidade
da transmissa˜o, que sa˜o: Reenvio (do ingleˆs Rebroadcasting); Reco-
nhecimento Seletivo (do ingleˆs Selective Acknowledgment); e Mudanc¸a




O termo rebroadcasting esta´ relacionado diretamente com con-
ceito de diversidade temporal. Este conceito define que um mesmo
sinal pode ser enviado duas ou mais vezes durante um determinado
espac¸o de tempo. Desta forma, e´ necessa´rio que o transmissor arma-
zene a informac¸a˜o para que posteriormente possa reenvia´-la (LIU; XU,
2004). O primeiro me´todo para aumentar a confiabilidade da transmis-
sa˜o resume-se em reenviar a mesma mensagem de forma redundante.
Este me´todo traz como questa˜o principal a quantidade necessa´ria de
reenvios que devem ser realizados para que a transmissa˜o seja confia´-
vel.
Em (XU et al., 2004), os autores exploraram o efeito do reenvio
com o objetivo de aumentar a confiabilidade e, a partir de seus estudos,
desenvolveram seis protocolos:
• Asynchronous Fixed Repetition (AFR): a mensagem e´ re-
petida em cada intervalo de tempo um nu´mero fixo de vezes;
• Asynchronous p-persistent Repetition (APR): o no´ trans-
missor reenvia a mensagem em cada intervalo de tempo com pro-
babilidade P, tal que P e´ um paraˆmetro configura´vel. Esta pro-
babilidade P define se o no´ ira´ ou na˜o reenviar a mensagem;
• Synchronous Fixed Repetition (SFR): e´ o mesmo que AFR,
exceto que todos os no´s da rede sa˜o sincronizados com um relo´gio
global;
• Synchronous p-persistent Repetition (SPR): e´ o mesmo que
APR, exceto que todos os no´s da rede sa˜o sincronizados com um
relo´gio global;
• Asynchronous Fixed Repetition with Carrier Sensing (AFR-
CS): e´ o mesmo que AFR, exceto por verificar se o canal esta´ livre
antes da transmissa˜o; e
• Asynchronous p-persistent Repetition with Carrier Sen-
sing (APR-CS): e´ o mesmo que APR, exceto por verificar se o
canal esta´ livre antes da transmissa˜o.
Nos experimentos, embora os protocolos SFR e AFR-CS terem
obtido a melhor taxa de sucesso, os autores sugerem a utilizac¸a˜o do
AFR-CS, uma vez que este na˜o requer uma sincronizac¸a˜o global, ale´m
de prover sobrecarga mı´nimo (XU et al., 2004).
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Xu et al. (2004) foram os primeiros a abordar o reenvio como um
me´todo para aumentar a confiabilidade, pore´m os me´todos desenvolvi-
dos na˜o resolveram o problema do no´ oculto e o protocolo AFR-CS
exige o mesmo nu´mero de repetic¸o˜es independente das condic¸o˜es da
rede e do volume de tra´fego.
Alshaer e Horlait (2005) propuseram um algoritmo de reenvio
adaptativo, no qual cada ve´ıculo determina a sua pro´pria probabilidade
de reenvio de acordo com uma estimativa da densidade de ve´ıculos em
seu entorno dentro de dois saltos. As informac¸o˜es de densidade sa˜o
obtidas a partir dos pacotes perio´dicos (beacons1) que sa˜o trocados
entre os no´s da rede, estes pacotes esta˜o envolvidos diretamente com
protocolos de roteamento. Este algoritmo tem como maior fraqueza
a dependeˆncia do protocolo de roteamento utilizado. Ale´m disso, este
ignora o efeito do problema do no´ oculto.
2.5.2.2 Reconhecimento Seletivo (Selective Acknowledgment)
Segundo Xie et al. (2005), reconhecimento seletivo e´ um me´todo
de comunicac¸a˜o confia´vel amplamente aplicado em mensagens unicast.
Pore´m, muitas vezes na difusa˜o, o no´ de destino e´ desconhecido. O
problema discutido nesta subsec¸a˜o e´ como o reconhecimento pode ser
usado para prover confiabilidade a` transmissa˜o broadcast.
O protocolo Broadcast Medium Window (BMW) (TANG; GERLA,
2001) trata a difusa˜o como mu´ltiplos unicasts. Cada mensagem unicast
e´ processada usando o protocolo MAC IEEE 802.11 DCF (CSMA /
RTS / CTS / DATA / ACK). Cada no´ armazena 3 listas:
1. Neighbor List : lista dos no´s vizinhos;
2. Send Buffer : lista das mensagens ja´ transmitidas; e
3. Receiver Buffer : lista do nu´mero de sequeˆncia recebida.
Um no´, ao receber uma mensagem, atualiza logo a sua tabela
Neighbor List que conte´m a lista dos no´s vizinhos. Cada no´ armazena
as mensagens que transmite na tabela Send Buffer, pois podera´ ser
necessa´rio a sua retransmissa˜o, e so´ as apaga do Buffer quando todos
os receptores as recebem. Finalmente, cada no´ mante´m na tabela Re-
ceiver Buffer o nu´mero de sequeˆncia recebido correspondente a uma
determinada mensagem.
1Pequenos pacotes de dados que armazenam informac¸o˜es pertinentes aos no´s
(HARTENSTEIN; LABERTEAUX, 2010).
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O protocolo BMW e´ confia´vel porque o emissor retransmitira´
uma mensagem de dados quantas vezes for necessa´rio ate´ receber um
ACK dos seus receptores, ou seja, com este procedimento consegue ga-
rantir que todos os no´s de destino recebera˜o as mensagens que lhes sa˜o
destinados. Mas por outro lado, este tipo de comportamento introduz
alguma ineficieˆncia de desempenho devido a necessidade de pelo menos
uma fase de contenc¸a˜o cada vez que precisar enviar uma mensagem.
Como o acesso ao meio e´ justo (oportunidades de acesso semelhantes
para todos os no´s), o no´ emissor tambe´m tera´ de se conter perante os
outros no´s para acessar o canal. Dessa forma, os outros no´s podem ter
acesso ao meio, interrompendo o procedimento de multicast. Segundo
Tang e Gerla (2001), em muitas aplicac¸o˜es que utilizam multicast, se o
pedido multicast na˜o for realizado dentro de um determinado per´ıodo
de tempo as camadas acima do MAC podem considerar o pedido como
inva´lido, fazendo com que seja sempre atingido o timeout e, conse-
quentemente, ira˜o gerar mais mensagens na rede. Ainda segundo Tang
e Gerla (2001), este protocolo tem como ponto fraco a alta lateˆncia,
especialmente em casos de elevada densidade de no´s.
No protocolo Round-Robin Acknowledge and Retransmit (RRAR),
Xie et al. (2005) sugerem que cada mensagem de difusa˜o deve conter
um pedido de ACK para apenas um dos vizinhos, o vizinho selecionado
ao receber a mensagem deve confirmar o recebimento. Para cada novo
pacote a ser transmitido, o transmissor seleciona um no´ diferente em
estilo round-robin. Este protocolo assume que cada no´ tem uma lista
atualizada dos no´s da vizinhanc¸a, assim podera´ selecionar apenas um
vizinho para responder a entrega da mensagem.
Conclui-se com a analise feita que protocolos de u´nica retrans-
missa˜o e os protocolos de reconhecimento seletivo parecem semelhantes,
pore´m sa˜o projetados para diferentes objetivos. Os protocolos de u´nica
retransmissa˜o sa˜o projetados para disseminarem o mais ra´pido poss´ı-
vel as informac¸o˜es e oferecem melhor esforc¸o, desta forma, sacrificam
a confiabilidade. No entanto, protocolos que utilizam reconhecimento
seletivo sa˜o projetados para uma melhor confiabilidade por meio do
reconhecimento de cada no´ vizinho, um por um.
2.5.2.3 Mudanc¸a de Paraˆmetros (Changing Parameters)
Balon e Guo (2006) propuseram um protocolo que minimiza a
taxa de colisa˜o variando o tamanho da janela de contenc¸a˜o, os autores
tambe´m buscaram aumentar a confiabilidade da transmissa˜o utilizando
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o reenvio das mensagens a cada 100 ms. Balon e Guo (2006) usaram
uma aplicac¸a˜o DSRC2 (com a premissa de que cada no´ deve transmitir
uma mensagem de status a cada 100 ms) como fonte de informac¸o˜es
sobre o estado da rede. Nesse protocolo, cada no´ deve incluir seu pro´-
prio enderec¸o MAC e um nu´mero de sequeˆncia dentro da mensagem de
status. Assim, e´ poss´ıvel estimar a quantidade de mensagens perdidas
e alterar o tamanho da janela de contenc¸a˜o. Em caso de taxa de per-
das baixa, que indica uma condic¸a˜o boa da rede e pequeno nu´mero de
ve´ıculos, o protocolo deve tentar diminuir o tamanho da janela de con-
tenc¸a˜o e, portanto, diminuir a lateˆncia. Em caso contra´rio, se a taxa de
perdas e´ alta, o protocolo aumenta o tamanho da janela de contenc¸a˜o.
Embora o protocolo minimize a probabilidade de colisa˜o, este ignora
problemas como, o do no´ oculto (BALON; GUO, 2006).
2.6 CODIFICAC¸A˜O DE REDE
Atualmente, a disseminac¸a˜o da informac¸a˜o e´ realizada junta-
mente com o roteamento, sendo a informac¸a˜o armazenada por no´s in-
termedia´rios e, em um segundo momento, encaminhada para os no´s
seguintes ate´ chegar a seu destino (YEUNG; CAI, 2006). Segundo Yeung
e Cai (2006) ha´ estudos que comprovaram que o processamento da infor-
mac¸a˜o nos no´s intermedia´rios trazem benef´ıcios na replicac¸a˜o e difusa˜o
dos dados.
Ahlswede et al. (2000) mostraram que o processamento nos no´s
intermedia´rios e´ necessa´rio para que uma maior vaza˜o nos dados possa
ser obtida, dando origem a` denominada codificac¸a˜o de rede (do ingleˆs
Network Coding). Os dados que sa˜o independentemente produzidos
e consumidos na˜o precisam ser necessariamente mantidos separados,
enquanto eles sa˜o transportados pela rede. Ha´ maneiras de combina´-
los e depois extrair as informac¸o˜es originais de forma independente
(AHLSWEDE et al., 2000). Com a codificac¸a˜o de rede, diversos tipos
de ganhos podem ser obtidos, seja em termos de vaza˜o, seguranc¸a e
desempenho (FRAGOULI; SOLJANIN, 2007).
Para uma rede unicast o roteamento e´ suficiente para atingir o
fluxo ma´ximo da rede. Pore´m, em redes broadcast, a codificac¸a˜o de rede
pode ser necessa´ria (AHLSWEDE et al., 2000). Os primeiros benef´ıcios de
2Aplicac¸a˜o desenvolvida propriamente para redes veiculares, O DSRC (Dedicated
Short Range Communications) e´ um servic¸o de comunicac¸a˜o, na banda de 5.9 GHz
destinado entre o pequeno e me´dio alcance, que suporta operac¸o˜es de seguranc¸a
pu´blica rodovia´ria bem como operac¸o˜es privadas entre ve´ıculos e entre a via pu´blica
e os ve´ıculos (ZEADALLY et al., 2010).
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codificac¸a˜o de rede foram demonstrados em termos de vaza˜o em uma
rede multicast, atrave´s da rede borboleta (AHLSWEDE et al., 2000). A
rede borboleta e´ representada na Figura 5, a qual representa uma rede
de comunicac¸a˜o na forma de um grafo direcionado, no qual os ve´rtices
correspondem aos no´s da rede e as arestas representam os canais. A rede
e´ composta por duas fontes F1 e F2 e dois destinos R1 e R2. Assume-
se que as fontes F1 e F2 podem enviar somente um bit por instante
de tempo, denotados por b1 e b2, respectivamente. Se o receptor R1
utiliza todos os recursos da rede para si pro´prio, ele pode receber a
informac¸a˜o de ambas as fontes, de acordo com o apresentado na Figura
5(a). O mesmo acontece para o receptor R2 na Figura 5(b).
Figura 5: Rede borboleta. As fontes F1 e F2 realizam a difusa˜o de
suas mensagens para os receptores R1 e R2.
Agora, se ambos os receptores precisam receber os sinais de am-
bas as fontes (broadcast), ha´ uma limitac¸a˜o no ramo AB, visto que atra-
ve´s deste ramo pode-se enviar somente um bit por instante de tempo
e deseja-se enviar simultaneamente o bit b1 para o receptor R2 e o bit
b2 para o receptor R1. Tradicionalmente, o fluxo de informac¸a˜o era
tratado de forma semelhante ao tra´fego de automo´veis (AHLSWEDE et
al., 2000). Informac¸o˜es independentes eram mantidas separadas. Apli-
cando este conceito ao exemplo em questa˜o, somente um dos bits b1 e
b2 poderia ser enviado pelo ramo AB por instante de tempo.
Em Ahlswede et al. (2000), foi observado que os no´s interme-
dia´rios podem ser aptos a processar as informac¸o˜es recebidas, ao inve´s
de simplesmente as encaminharem. No exemplo da Figura 5(c), o no´
A pode realizar a operac¸a˜o XOR (adic¸a˜o no campo bina´rio, denotada
por ⊕) com os bits b1 e b2 e criar um terceiro bit b3 = b1 ⊕ b2. O
receptor R1 poderia recuperar b1 e b2 ao receber b1, b1 ⊕ b2 . De
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forma ana´loga, o receptor R2 poderia recuperar b1 e b2 a partir de
b2, b1 ⊕ b2 . O exemplo anterior mostra que ao permitir que no´s in-
termedia´rios combinem informac¸o˜es e as mesmas possam ser extra´ıdas
nos receptores, um ganho em termos de taxa de transmissa˜o e´ obtido.
Ale´m do aumento no fluxo de informac¸a˜o, codificac¸a˜o de rede tem sido
utilizada atualmente para outros fins, tais como aumentar a seguranc¸a
e prover um melhor tratamento de erros em redes sem fio. Trabalhos
como (OLIVEIRA et al., 2011) e (CRUZ et al., 2012) utilizam o XOR para
melhorar o roteamento de mensagens em redes veiculares, ja´ Zhang et
al. (2011) utilizam o XOR para diminuir a quantidade de reenvios em
redes sem fio. Nesta dissertac¸a˜o, a codificac¸a˜o de rede foi utilizada com
o intuito de diminuir a quantidade de reenvios de alertas em um cena´rio
veicular.
2.7 SIMULAC¸A˜O DE APLICAC¸O˜ES EM REDES VEICULARES
Para realizar testes e avaliar protocolos voltados as redes vei-
culares em um ambiente real, e´ preciso utilizar ve´ıculos, condutores e
equipamentos, o que torna os custos com testes elevados. Certamente,
havera´ repetic¸o˜es de um determinado experimento em um ambiente
com muitos paraˆmetros que podem variar e isto se torna dif´ıcil, pois em
algum momento uma ou mais varia´veis podem na˜o se mostrar satisfato´-
rias para os testes (PUNZO; CIUFFO, 2011). A utilizac¸a˜o de simuladores
se mostra atraente por permitir o controle sobre o ambiente e por con-
sumir menos recursos. Mesmo assim, reproduzir condic¸o˜es encontradas
num ambiente real se torna um desafio, pois envolve inu´meras varia´-
veis como, interfereˆncias, velocidade dos no´s, distaˆncia entre os no´s,
transmissa˜o de dados, etc. Ale´m disso, trata-se de uma rede mo´vel,
para a qual devem ser desenvolvidos modelos de mobilidade espec´ıficos
(PUNZO; CIUFFO, 2011).
Segundo Sommer e Dressler (2008) simuladores voltados a redes
veiculares geram suas simulac¸o˜es por meio da utilizac¸a˜o de duas partes
complementares, o modelo de rede e o modelo de mobilidade. O modelo
de rede e´ responsa´vel por identificar a pilha de comunicac¸a˜o, ou seja, o
modelo do canal sem fio, modelo de propagac¸a˜o, camada MAC, camada
de rede, camada de aplicac¸a˜o, etc. O modelo de rede utilizado em
simulac¸o˜es voltadas as redes veiculares e´ o mesmo utilizado em redes
mo´veis (SOMMER; DRESSLER, 2008).
De acordo com Tampere e Arem (2001), o modelo de mobilidade
e´ responsa´vel por identificar os diferentes aspectos da mobilidade dos
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ve´ıculos. Modelos de mobilidade para simulac¸o˜es sa˜o classificados, se-
gundo Tampere e Arem (2001), de acordo com o n´ıvel de detalhe com o
qual representam o sistema de tra´fego. Estes n´ıveis sa˜o: microsco´pico,
mesosco´pico e macrosco´pico. O modelo microsco´pico descreve os ve´ıcu-
los e suas interac¸o˜es em um alto n´ıvel de detalhe, de forma inteiramente
individualizada. Desta forma, os resultados de sa´ıda dos modelos mi-
crosco´picos sa˜o bem mais detalhados, sendo poss´ıvel obter valores de
diversas varia´veis de forma totalmente desagregada, para qualquer mo-
mento ou intervalo de tempo desejado da simulac¸a˜o (PUNZO; CIUFFO,
2011).
Segundo Tampere e Arem (2001), o modelo mesosco´pico forma
uma classe intermedia´ria quanto ao realismo e detalhamento. Geral-
mente, neste n´ıvel de modelagem, os ve´ıculos sa˜o agrupados em pelo-
to˜es de tra´fego e tratados desta forma quanto a tamanho, localizac¸a˜o,
velocidade e acelerac¸a˜o. Os modelos mesosco´picos sa˜o normalmente
utilizados em redes semafo´ricas e procuram explicar a dispersa˜o dos
peloto˜es de tra´fego ao longo do tempo e do espac¸o (TAMPERE; AREM,
2001). Estes modelos sa˜o capazes de lidar com pequenas mudanc¸as nos
padro˜es de tra´fego em curtos per´ıodos de tempo, os quais podem ser
da ordem de alguns segundos. Assim, estes modelos sa˜o bastante utili-
zados na representac¸a˜o de formac¸a˜o e dispersa˜o de filas em intersec¸o˜es
que utilizam sema´foros, o que torna alguns modelos aptos a simularem
a escolha de rotas por parte dos condutores. O n´ıvel de detalhe nesses
modelos de simulac¸a˜o pode mudar ao longo do tempo dependendo das
condic¸o˜es de tra´fego (TAMPERE; AREM, 2001).
O modelo macrosco´pico descreve tanto os ve´ıculos quanto as in-
terac¸o˜es entre estes em um alto n´ıvel de abstrac¸a˜o. Por exemplo, o tra´-
fego e´ representado na forma de varia´veis como, volumes, densidades e
velocidades. O movimento referente a mudanc¸a de pista na˜o e´ represen-
tada uma vez que os ve´ıculos sa˜o representados por blocos (peloto˜es),
desta forma na˜o existem distinc¸o˜es entre os ve´ıculos e sim entre grupos
formados por ve´ıculos (TAMPERE; AREM, 2001). Pore´m, os modelos
macrosco´picos teˆm a vantagem de serem eficientes com relac¸a˜o ao pro-
cessamento computacional e sa˜o u´teis para simulac¸o˜es quem envolvem
valores grosseiros de densidade, velocidade e fluxo. Em geral, estes mo-
delos sa˜o altamente sens´ıveis aos paraˆmetros iniciais o que pode ter um
impacto arbitra´rio sobre o comportamento global do sistema (HARRI;
FILALI; BONNET, 2009).
Por mais que os modelos microsco´picos sejam geralmente com-
plexos, de desenvolvimento custoso e exigirem uma quantidade muito
maior de paraˆmetros. Ainda assim, estes sa˜o a realidade ou a tendeˆn-
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cia em simulac¸o˜es de tra´fego uma vez que sa˜o a u´nica forma de se lidar
com comportamentos individuais que esta˜o se tornando importantes no
processo de planejamento e principalmente controle de tra´fego (PUNZO;
CIUFFO, 2011).
Segundo (HARRI; FILALI; BONNET, 2009), um modelo de mobili-
dade realista deve incluir as seguintes caracter´ısticas:
• Mapas topolo´gicos precisos e realistas: os mapas devem incluir di-
ferentes tipos de estradas, cada estrada com a quantidade correta
de faixas de rodagem;
• Intersec¸o˜es com sema´foros: mapas deve conter cruzamentos onde
os ve´ıculos devem diminuir a velocidade. Os ve´ıculos tambe´m
devem reagir de forma apropriada aos sema´foros;
• Mudanc¸a de faixas: motoristas mudam de faixa durante o tra-
jeto. Por isso, este comportamento deve ser modelado durante as
simulac¸o˜es;
• Desacelerac¸a˜o e acelerac¸a˜o: os ve´ıculos na˜o param ou aceleram
abruptamente, modelos de desacelerac¸a˜o e acelerac¸a˜o devem ser
inclu´ıdos nas simulac¸o˜es;
• Padro˜es de conduc¸a˜o inteligente: motoristas interagem com seus
ambientes, na˜o so´ com relac¸a˜o aos obsta´culos esta´ticos, mas tam-
be´m com obsta´culos dinaˆmicos, como carros vizinhos e pedestres;
• Comportamento humano: condutores sa˜o seres humanos e na˜o
ma´quinas. Todos os modelos de conduc¸a˜o devem ser probabil´ısti-
cos, com certa toleraˆncia a erros que podem resultar em acidentes
simulados.
• Distribuic¸a˜o de ve´ıculos na˜o aleato´ria: como pode-se observar na
vida real, as posic¸o˜es iniciais dos ve´ıculos na˜o sa˜o uniformemente
distribu´ıdas na a´rea de simulac¸a˜o.
• Diferentes tipos de ve´ıculos: A tecnologia VANET na˜o e´ dirigida
apenas aos ve´ıculos de passeio, outros ve´ıculos como, oˆnibus, vans,
caminho˜es, trens e motos tambe´m podem usufruir desta tecnolo-
gia. Cada tipo de ve´ıculo deve ter seu pro´prio modelo.
• Efeito do protocolo implementado sobre a mobilidade: Quase to-
dos os modelos de mobilidade sa˜o usados para gerar um tra´fego
predefinido antes da simulac¸a˜o em si, sem qualquer efeito do pro-
tocolo implementado. Se o pesquisador deseja medir a melhoria
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de sua rede, de acordo com as mudanc¸as no fluxo de ve´ıculos pro-
vocadas pelo protocolo testado, este deve ter um simulador que
permita a mudanc¸a dos movimentos futuros de acordo com os
eventos do modelo de rede.
Todos esses recursos sa˜o recomendados para um modelo de mo-
bilidade ser o mais realista poss´ıvel, pore´m, torna-se muito complexo
forc¸ando a utilizac¸a˜o de muitas varia´veis e seu desenvolvimento torna-
se dispendioso. Segundo Punzo e Ciuffo (2011), modelos complexos
podem ser u´teis apenas na avaliac¸a˜o final do protocolo, mas na˜o du-
rante o ciclo de desenvolvimento do mesmo, no que o pesquisador deve
estudar o efeito de seu protocolo em situac¸o˜es espec´ıficas. Note-se que,
o modelo de rede utilizado no simulador deve tambe´m ser adequado
para as suas necessidades, com a possibilidade de desenvolvimento de
novos protocolos.
Existem diversos simuladores de redes veiculares dispon´ıveis, den-
tre os mais difundidos tem-se: NS-2, OMNeT++, GloMoSim, QualNet,
OPNET, NCTUns e MATLAB. Dentre os geradores de mobilidade dis-
pon´ıveis, destacam-se SUMO, Ghost, VanetMobiSim e CanuMobiSim.
2.7.1 Modelos de Mobilidade
A evoluc¸a˜o histo´rica dos modelos de mobilidade utilizados em
simulac¸o˜es de protocolos e aplicac¸o˜es para redes veiculares esta´ ilus-
trada na Figura 6. Segundo Dressler et al. (2008), os primeiros mo-
delos de mobilidade sa˜o relativamente simples, os no´s utilizam apenas
movimentos aleato´rios. Estes modelos de mobilidade aleato´rios na˜o re-
fletem de forma realista os movimentos dos ve´ıculos nas estradas. As
soluc¸o˜es mais complexas veˆm sendo desenvolvidas com base no mundo
real, sendo acopladas a` micro-simulac¸a˜o de tra´fego rodovia´rio e de rede.
Em (DRESSLER et al., 2008), os quatro modelos de mobilidade citados
na Figura 6 sa˜o definidos e explicados. Neste trabalho foi adotado o
modelo de simulac¸a˜o bidirecionalmente acoplada.
Nos casos em que, por exemplo, informac¸o˜es de acidentes, avisos
de perigo, ou a informac¸o˜es relevantes ao tra´fego rodovia´rio, podem
influenciar no comportamento dos condutores, estas informac¸o˜es po-
dem ser transmitidas atrave´s de uma rede veicular. Isto requer uma
cooperac¸a˜o intensa entre as diferentes ferramentas de simulac¸a˜o. Os
simuladores bidirecionalmente acoplados teˆm sido recentemente desen-
volvidos e podem ser utilizados, na˜o so´ para fornecer informac¸o˜es mais
detalhadas sobre os efeitos de determinados paraˆmetros sobre o tra´-
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fego na rede, mas ao mesmo tempo ter um impacto significativo sobre
as simulac¸o˜es. Este modelo permite movimentos realistas, a obtenc¸a˜o
de informac¸o˜es sobre o comportamento dos no´s e facilita a analise dos
resultados. Tambe´m permite a parametrizac¸a˜o da rede e das aplica-
c¸o˜es desenvolvidas. Simuladores como ns-2 e OMNeT++ suportam tal
modelo.
Figura 6: Evoluc¸a˜o dos modelos de mobilidade.
2.8 CONSIDERAC¸O˜ES DO CAPI´TULO
As aplicac¸o˜es de trocas de mensagens de alerta surgem como
uma boa alternativa para criar condic¸o˜es seguras de circulac¸a˜o para os
ve´ıculos que trafegam em uma via. Neste tipo de aplicac¸a˜o, eventos de
riscos detectados pelos sensores dos ve´ıculos geram mensagens de avisos
que sa˜o disseminadas pela rede nas quais sa˜o divididas por regio˜es,
fazendo com que as mensagens sejam propagadas de forma otimizada.
Nas redes veiculares, pelo fato de diversos no´s colaborarem sem
um ponto central, algumas tarefas tornam-se mais dif´ıceis de serem
realizadas de forma eficiente. Portanto, um dos desafios neste tipo
de rede e´ a inserc¸a˜o de novos mecanismos que possam torna´-las mais
seguras e confia´veis, sem adicionar riscos no comprometimento de seu
desempenho.
A confiabilidade e´ extremamente importante para servic¸os desti-
nados a aplicac¸o˜es de seguranc¸a no traˆnsito, pois a entrega confia´vel de
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mensagens pode evitar novos acidentes. Diante deste cena´rio, o maior
desafio e´ a concepc¸a˜o de um protocolo que possa entregar mensagens
com maior confiabilidade poss´ıvel e com lateˆncia mı´nima.
A transmissa˜o confia´vel de mensagens de dados surge por meio
de implementac¸o˜es de mecanismos e protocolos voltados ao gerencia-
mento das informac¸o˜es vindas da rede veicular e que procuram garantir
a entrega de mensagens a todos os no´s da rede. Os trabalhos descritos
neste cap´ıtulo sa˜o os mais relevantes no contexto das redes veiculares
e serviram de base para o entendimento sobre a confiabilidade na en-






A abordagem tradicional para a difusa˜o de informac¸o˜es e´ usar
protocolos de inundac¸a˜o (KOUBEK; REA; PESCH, 2010). Apo´s a re-
cepc¸a˜o de uma mensagem transmitida, o no´ retransmite a mensagem
imediatamente. Esta abordagem pode fornecer rapidez a` difusa˜o de
dados e e´ simples por na˜o precisar obter informac¸o˜es dos no´s vizinhos.
No entanto, esta abordagem na˜o funciona bem em a´reas densas e em
redes esparsas. Em a´reas que possuem densidade elevada de no´s, como
por exemplo, congestionamento de ve´ıculos em hora´rios de pico, fazem
com que o uso da inundac¸a˜o acarrete uma alta quantidade de coliso˜es
de pacotes e uma baixa confiabilidade por gerar alta taxa de perdas de
pacotes de dados (KOUBEK; REA; PESCH, 2010).
Um problema enfrentado por protocolos de transmissa˜o voltados
a`s redes veiculares e´ a disputa do canal pelos no´s pertencentes a rede.
Estes protocolos devem prover uma elevada cobertura, independente-
mente da densidade da rede ou da alta taxa de desconexo˜es. Tambe´m
devem funcionar diante de ve´ıculos com velocidades diferentes, tanto
ve´ıculos parados ou em alta velocidade (NAKORN; ROJVIBOONCHAI,
2010).
Em um cena´rio esparso como as rodovias durante a noite, os
ve´ıculos movem-se em alta velocidade e, possivelmente, na˜o possuem
vizinhos em sua faixa de transmissa˜o. Partindo deste cena´rio, a inun-
dac¸a˜o pode na˜o atender de forma adequada a rede, pois na˜o existem
vizinhos suficientes para que a mensagem seja difundida (TONGUZ et
al., 2007).
No aˆmbito das redes veiculares, protocolos de difusa˜o confia´-
vel foram propostos. Neste trabalho, foram selecionados, por meio de
uma revisa˜o sistema´tica (Apeˆndice A), os seguintes protocolos: Prefer-
red Group Broadcast (PGB) (NAKORN; ROJVIBOONCHAI, 2010), Edge-
Aware Epidemic Protocol (EAEP) (NEKOVEE; BOGASON, 2007), Position-
aware Reliable Broadcasting protocol (POCA) (NAKORN; ROJVIBO-
ONCHAI, 2010), Acknowledged Parameterless Broadcast in Static to
Highly Mobile (ackPBSM) (NAKORN; ROJVIBOONCHAI, 2010), Reliable
Broadcast routing based on Gain Prediction (RB-GP) (CHUAN; JIAN,
2012), Reliable Opportunistic Broadcast in VANETs (R-OB-VAN) (LA-
OUITI; MUHLETHALER; TOOR, 2009), Density-aware Reliable Broad-
casting Protocol (DECA) (KAMOLTHAM; NAKORN; ROJVIBOONCHAI,
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2011) e Reliable Routing scheme based on Vehicle Moving Similarity
(RR-VMS) (WEI; WANG; HSIEH, 2011). Estes protocolos foram esco-
lhidos por empregarem a te´cnica store-and-forward, que consiste em
armazenar a mensagem recebida e posteriormente retransmiti-la. Esta
te´cnica permite minimizar o problema de conectividade intermitente.
Estes protocolos sera˜o discutidos e detalhados nas sec¸o˜es seguintes. Por
fim, uma ana´lise comparativa e´ descrita no final do cap´ıtulo.
3.2 EDGE-AWARE EPIDEMIC PROTOCOL (EAEP) (2007)
Protocolos epideˆmicos sa˜o baseados em disseminac¸a˜o de infor-
mac¸a˜o probabil´ıstica. Desta forma, na˜o utilizam beacons e na˜o exigem
nenhum conhecimento da topologia da rede local ou global. Estes algo-
ritmos sa˜o propensos a desempenhos pouco confia´veis em redes conecta-
das de forma intermitente, por exemplo, quando e´ preciso entregar uma
u´nica mensagem a todos os no´s da rede (NAGARAJ; DHAMAL, 2011).
O protocolo EAEP foi projetado especificamente para redes vei-
culares e tem como um de seus objetivos resolver o problema da co-
nectividade intermitente existente em protocolos epideˆmicos anteriores.
Nesse protocolo, assume-se que cada ve´ıculo conhece sua pro´pria loca-
lizac¸a˜o geogra´fica. Cada mensagem conte´m a posic¸a˜o do ve´ıculo fonte e
pode tambe´m conter um paraˆmetro que determina se a mensagem deve
ser propagada em um direc¸a˜o espec´ıfica ou se a propagac¸a˜o e´ omnidire-
cional. Ale´m disso, as mensagens propagadas conteˆm o paraˆmetro TTL
(Time-To-Live) que determina a quantidade de saltos que a mensagem
dara´ na rede (NEKOVEE; BOGASON, 2007).
Segundo Nekovee e Bogason (2007), o protocolo trata tanto a
disseminac¸a˜o de mensagens direcionais, quanto a disseminac¸a˜o de men-
sagens omnidirecionais. Para a propagac¸a˜o omnidirecional o protocolo
funciona da seguinte maneira: o no´, ao receber uma nova mensagem,
espera um tempo aleato´rio antes de definir se retransmite ou na˜o a
mensagem. Este tempo de espera cresce exponencialmente de acordo
com a distaˆncia que o no´ receptor esta´ do no´ transmissor. Este tempo













Com U e´ o paraˆmetro usado para indicar a urgeˆncia da men-
sagem e L e T0 sa˜o paraˆmetros do protocolo. xrec e xsou representam
respectivamente a posic¸a˜o do no´ receptor e do no´ transmissor. Para de-
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finir o tempo de espera, o no´ conta quantas vezes recebeu a mensagem
dos ve´ıculos que esta˜o a sua frente e tambe´m dos ve´ıculos que esta˜o
lhe seguindo. Com base na diferenc¸a destas contagens, o no´ toma uma
decisa˜o probabil´ıstica para retransmitir ou na˜o a mensagem recebida.
A probabilidade de retransmissa˜o P , e´ obtida a partir de:
Tmax = min
{







Na Equac¸a˜o 3.2 Nf e Nb representam o nu´mero de vezes que o
ve´ıculo recebeu a mensagem, vindas de sua frente e de tra´s, respecti-
vamente, e o paraˆmetro α tem como objetivo controlar as retransmis-
so˜es redundantes. Tomada a decisa˜o de retransmitir, o no´ volta para
a fase de espera durante o qual continua a atualizar seus contadores.
Desta forma, apenas os no´s que possu´ırem uma contagem de mensagens
”desequilibrada” ira˜o manter a mensagem viva na rede.
No caso da transmissa˜o direcional, a Equac¸a˜o 3.2 e´ modificada
de tal modo que se uma mensagem e´ de propagac¸a˜o forward/backward,
a mensagem e´ mantida viva apenas pelos no´s mais distantes dentro
do raio de cobertura do transmissor. Neste caso, a probabilidade de
transmissa˜o P e´ calculada a partir de:
P =
{







sendo que Nk e´ a quantidade de mensagens recebidas a partir da di-
rec¸a˜o de propagac¸a˜o da mensagem (por exemplo, se k determinar que
a mensagem veio de um transmissor a frente, enta˜o Nk e´ o nu´mero de
mensagens recebidas a partir de ve´ıculos que esta˜o a frente do receptor),
e Nk¯ e´ o nu´mero de mensagens recebidas a partir da direc¸a˜o oposta.
Esse protocolo supera a te´cnica de inundac¸a˜o simples em termos
de confiabilidade e introduz menor sobrecarga. No entanto, o protocolo
acarreta elevado atraso na disseminac¸a˜o das mensagens. De acordo com
Nagaraj e Dhamal (2011), em cena´rios simulados foram preciso mais
de 30 segundos para entregar uma u´nica mensagem para a maioria dos
ve´ıculos presentes na rede.
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3.3 RELIABLE OPPORTUNISTIC BROADCAST IN VANETS (R-
OB-VAN) (2009)
O objetivo principal do protocolo R-OB-VAN (LAOUITI; MUH-
LETHALER; TOOR, 2009) e´ fazer com que os ve´ıculos que estiverem
impossibilitados de receber mensagens dos transmissores designados,
recebam estas mensagens, por meio de qualquer outro receptor que
seja capaz de se comunicar com estes no´s. Mais precisamente, se exis-
tir algum ve´ıculo vizinho de tais ve´ıculos bloqueados na rede, estes
va˜o assumir a responsabilidade de repassar a mensagem de emergeˆn-
cia. Isto pode resultar na mensagem ser retardada ligeiramente, pore´m,
os ve´ıculos bloqueados recebera˜o a mensagem eventualmente (LAOUITI;
MUHLETHALER; TOOR, 2009).
O protocolo R-OB-VAN tem como suposic¸a˜o ba´sica que a sombra
que impede certo ve´ıculo de receber as mensagens, seja, a longo prazo,
da ordem de dezenas de segundos. Se uma mensagem de emergeˆn-
cia e´ gerada durante este per´ıodo, va´rias transmisso˜es sera˜o perdidas.
Ale´m disso, o ve´ıculo bloqueado, provavelmente, desaparecera´ da lista
de informac¸o˜es de seus vizinhos. A implicac¸a˜o desse pressuposto e´ que
Laouiti, Muhlethaler e Toor (2009) na˜o consideraram o desvanecimento
que tem curta durac¸a˜o. Partindo desse pressuposto, os autores desen-
volveram treˆs variantes para fornecer confiabilidade em abordagens de
disseminac¸a˜o oportun´ıstica (LAOUITI; MUHLETHALER; TOOR, 2009).
Os autores consideraram um cena´rio de rodovia, na qual as chan-
ces de um acidente em alta velocidade sa˜o maiores. Foram assumidos
que a densidade de ve´ıculos na vizinhanc¸a do acidente e´ uniforme e a
partir do momento que ocorreu o acidente uma mensagem de emer-
geˆncia devera´ ser transmitida pelos ve´ıculos envolvidos. O componente
OB-VAN do R-OB-VAN ira´ transmitir esta mensagem rapidamente na
rede, enquanto a componente de confiabilidade vai tentar garantir que
todos os ve´ıculos recebam a mensagem. A seguir, sa˜o descritas as vari-
antes desenvolvidas para obter confiabilidade no R-OB-VAN (LAOUITI;
MUHLETHALER; TOOR, 2009).
3.3.1 R-OB-VAN Primeira Variac¸a˜o (2009)
A primeira variac¸a˜o e´ baseada na exigeˆncia de que os ve´ıculos
tenham informac¸o˜es ba´sicas sobre a sua vizinhanc¸a ou seja, eles sabem
o nu´mero de vizinhos que cada ve´ıculo a um salto de distaˆncia tem.
Estas informac¸o˜es podem ser facilmente fornecidas para os vizinhos
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de um ve´ıculo usando beacons. Supondo que cada ve´ıculo tem infor-
mac¸o˜es sobre a vizinhanc¸a, enta˜o a primeira variante e´ simplesmente
descrita como: Um ve´ıculo ira´ retransmitir uma mensagem de emer-
geˆncia que recebeu corretamente se um de seus vizinhos tiver menos
vizinhos do que um nu´mero mı´nimo pre´-definido. Este limite e´ cha-
mado de (MIN NEIGHBORS ) e seu valor pode ser maior ou igual a 1,
dependendo da densidade da rede. Este e´ o mais simples das treˆs vari-
antes, no entanto, a escolha deste limite mı´nimo e´ importante porque
um valor alto criara´ sobrecarga inu´til devido a`s retransmisso˜es extras
(LAOUITI; MUHLETHALER; TOOR, 2009).
3.3.2 R-OB-VAN Segunda Variac¸a˜o (2009)
A segunda variac¸a˜o baseia-se tambe´m na exigeˆncia de que os ve´ı-
culos devem conhecer o nu´mero de vizinhos que cada ve´ıculo tem a um
salto de distaˆncia. Esta informac¸a˜o pode ser obtida atrave´s da troca
de beacons, como descrito anteriormente. Esta variante e´ mais dinaˆ-
mica porque a decisa˜o para retransmitir na˜o baseia-se em um nu´mero
pre´-definido. Supondo que cada ve´ıculo sabe o nu´mero de vizinhos que
cada um de seus vizinhos tem, enta˜o pode-se descrever a segunda va-
riante simplesmente como: Um determinado ve´ıculo ira´ retransmitir
uma mensagem de emergeˆncia, se um de seus vizinhos tiver muitos
vizinhos a menos do que o pro´prio ve´ıculo. Um ve´ıculo vizinho, nor-
malmente tem muito menos vizinhos se ele esta´ sendo bloqueado, assim
e´ incapaz de contactar-se com os ve´ıculos ao seu redor. Neste ponto, o
fator importante que determina a efica´cia da variante e´ decidir quando
a diferenc¸a no nu´mero de vizinhos e´ suficientemente grande. A escolha
da diferenc¸a e´ importante porque uma escolha errada podera´ causar
sobrecarga extra (LAOUITI; MUHLETHALER; TOOR, 2009).
3.3.3 R-OB-VAN Terceira Variac¸a˜o (2009)
A terceira variac¸a˜o e´ baseada na exigeˆncia de que os ve´ıculos tro-
cam suas posic¸o˜es e suas listas com seus vizinhos por meio de beacons.
A variante assume que os ve´ıculos estejam equipados com equipamentos
de GPS. Esta e´ uma suposic¸a˜o razoa´vel, ja´ que muitos ve´ıculos novos
possuem este equipamento. Assim, a terceira variante pode ser des-
crita como: Um ve´ıculo ira´ retransmitir uma mensagem de emergeˆncia
que recebeu corretamente de um no´ transmissor que esta´ lhe seguindo,
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se nenhum de seus vizinhos tiver qualquer um dos transmissores da
mensagem em sua vizinhanc¸a. A variante na˜o e´ ativada se o ve´ıculo
recebe a mensagem de emergeˆncia de um no´ localizado entre a fonte
da mensagem de emergeˆncia e o no´ receptor. Esta so´ e´ ativada se o
transmissor esta´ na direc¸a˜o da propagac¸a˜o. Isto e´ necessa´rio porque
num cena´rio correspondente a um rodovia linear, o ve´ıculo receptor ira´
geralmente ser coberto por dois transmissores; um em frente e um por
tra´s (LAOUITI; MUHLETHALER; TOOR, 2009).
Os autores concluem que as abordagens propostas sa˜o eficazes
em cena´rios com alta densidade, no qual o protocolo e suas variac¸o˜es
tem alta taxa de entrega, pore´m pode sofrer com atrasos. Tambe´m con-
clu´ıram que, em cena´rios como as rodovias, o total sombreamento de
um no´ e´ raro, pore´m, caso esta situac¸a˜o acontec¸a o protocolo proposto
leva vantagem perante os protocolos de transmissa˜o oportun´ıstica cla´s-
sicos. Assim o protocolo torna-se eficiente em redes de conectividade
intermitente (WEI; WANG; HSIEH, 2011).
3.4 ACKNOWLEDGED PARAMETERLESS BROADCAST IN STA-
TIC TO HIGHLY MOBILE (ACKPBSM) (2010)
O protocolo PBSM (Parameterless Broadcast in Static to Highly
Mobile), tem por objetivo controlar a quantidade de mensagens gera-
das na rede por meio da escolha de grupos com maior prioridade para
retransmissa˜o das mensagens, os CDS (Connected Dominating Set).
Desta forma, o protocolo evita retransmisso˜es mutuas e desnecessa´rias.
As mensagens trocadas na rede na˜o teˆm suas entregas confirmadas,
deste modo a confiabilidade na˜o e´ maximizada (KHAN; STOJMENOVIC;
ZAGUIA, 2008).
Para prover confiabilidade na entrega das mensagens, o proto-
colo ackPBSM surge como uma extensa˜o do protocolo PBSM. A prin-
cipal novidade em relac¸a˜o ao PBSM, e´ a modificac¸a˜o do algoritmo para
lidar com confirmac¸o˜es (ACK - Acknowledged) de mensagens difundi-
das. Tais confirmac¸o˜es sa˜o obtidas por meio de beacons perio´dicos. Por
esse motivo, o protocolo e´ chamado de Acknowledged PBSM. Embora o
PBSM seja definido com a obtenc¸a˜o de informac¸a˜o topolo´gica num raio
de ate´ dois saltos, este tambe´m pode trabalhar com um raio de apenas
um salto. A extensa˜o do protocolo PBSM utiliza a u´ltima alternativa,
segundo Nakorn e Rojviboonchai (2010), esta abordagem introduz me-
nor sobrecarga aos beacons. Como PBSM, o ackPBSM implementa o
paradigma store-and-forward para entregar a mensagem em redes al-
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tamente particionadas. Assim, cada ve´ıculo armazena a mensagem de
difusa˜o em um buffer ate´ que esta expire (NAKORN; ROJVIBOONCHAI,
2010).
Ao utilizar o protocolo ackPBSM os ve´ıculos emitem beacons
perio´dicos, a fim de adquirir conhecimento sobre a topologia da rede
local. Depois de cada troca, esta informac¸a˜o e´ utilizada para determinar
se o pro´prio ve´ıculo faz ou na˜o parte do CDS. Ale´m disso, os beacons
conteˆm os identificadores das mensagens que tenham sido recebidos
recentemente. Esta troca de beacons perio´dicos pode gerar sobrecarga
e problemas de congestionamento de transmisso˜es em cena´rios com alta
densidade de no´s. O protocolo tambe´m constro´i grupos de entrega
CDS com as informac¸o˜es obtidas na troca de beacons, como no PBSM.
No entanto, como os recebimentos das mensagens de difusa˜o ja´ foram
confirmados, os novos vizinhos verificam que anteriormente receberam
a mensagem, desta forma, tenta-se evitar novas retransmisso˜es (ROS;
RUIZ; STOJMENOVIC, 2009).
Um exemplo da operac¸a˜o do ackPBSM e´ apresentada na Figura
7, um ve´ıculo A gera uma mensagem de difusa˜o que tambe´m e´ ar-
mazenada por A (no caso de novos vizinhos sem a mensagem serem
encontrados no futuro) e, em seguida a mensagem e´ recebida por B,
C e D. Assim, os ve´ıculos que receberam a mensagem configuram um
tempo de espera, que e´ mais curto, caso o veiculo pertenc¸a ao CDS
(grupo dominante pertencente a` rede). Como D faz parte do grupo
dominante, retransmite primeiro. B e C cancelam suas retransmisso˜es,
porque todos os seus vizinhos foram atendidos por D. Os ve´ıculos E e D
recebem a mensagem. No entanto, nenhum destes no´s descobriu novos
vizinhos, de modo que a retransmissa˜o na˜o ocorre. Ao longo deste pro-
cesso, os receptores confirmam a recepc¸a˜o da mensagem. No caso de
qualquer ve´ıculo na˜o receber a mensagem, os seus vizinhos detectara˜o a
situac¸a˜o por causa da falta de confirmac¸a˜o e repetira˜o os passos anterio-
res, a fim de atendeˆ-lo. Em situac¸o˜es que existem muitas mensagens em
um mesmo ponto da rede, podem ocorrer retransmisso˜es redundantes
e coliso˜es, isto deve-se ao algoritmo permitir que o no´ pertencente ao
grupo CDS tenha prioridade ao transmitir as mensagens, assim quando
houver um grande nu´mero de mensagens na mesma a´rea deste no´, este
monopolizara´ as retransmisso˜es (ROS; RUIZ; STOJMENOVIC, 2009).
Tambe´m pode-se supor que A acelera e ultrapassa os ve´ıculos
B e F. Apesar de A e E na˜o serem vizinhos anteriormente de F, na˜o
ocorre uma nova transmissa˜o, porque atrave´s da troca de beacons sabe-
se que nenhum dos ve´ıculos precisa da mensagem. Protocolos que na˜o
utilizam a confirmac¸a˜o de recebimento de mensagens, como o PBSM,
70
Figura 7: Funcionamento do protocolo AckPBSM.
neste caso, retransmitiriam de forma desnecessa´ria a mensagem. Se-
guindo o exemplo, A aproxima-se de G, verifica que G na˜o confirma
o recebimento da mensagem e enta˜o A pode retransmitir a mensagem
que havia armazenado. Como G tem conhecimento que o ve´ıculo H na˜o
recebeu a mensagem, G retransmite a mensagem, H a` recebe e a rede
e´ inteiramente coberta (ROS; RUIZ; STOJMENOVIC, 2009).
Seja X o ve´ıculo em questa˜o. Para cada mensagem de difusa˜o,
os ve´ıculos criam duas listas: R e N. A lista R consiste nos vizinhos de
X que deveriam ter recebido a mensagem (com base no conhecimento
da topologia local de X). Ja´ a lista N, conte´m os vizinhos restantes de
X que esta˜o no raio de cobertura de no ma´ximo um salto. Existe uma
func¸a˜o de tempo limite toev que atribui o tempo de espera para cada
ve´ıculo antes de uma poss´ıvel retransmissa˜o. O valor retornado por toev
pode ser proporcional a 1/|N |, sendo |N | o nu´mero de elementos em N,
e depende do fato do no´ estar atualmente nas CDS ou na˜o (tempo de
espera mais curto se o no´ estiver em CDS) (ROS; RUIZ; STOJMENOVIC,
2009).
Segundo Ros, Ruiz e Stojmenovic (2009), o protocolo e´ capaz
de alcanc¸ar alta confiabilidade, minimizando o nu´mero de retransmis-
so˜es. Seu desempenho foi avaliado por meio de simulac¸o˜es, nas quais o
ackPBSM superou seu antecessor numa variedade de cena´rios. Ainda
sim, por utilizar beacons perio´dicos em cena´rios com maiores densida-
des apresentou atraso na entrega das mensagens e tambe´m pode gerar
sobrecarga com a utilizac¸a˜o das mensagens de confirmac¸a˜o. Um dos
pontos fortes apresentados pelos autores, e´ a utilizac¸a˜o dos grupos pri-
orita´rios, desta forma a disputa do canal e´ minimizada e permite o
protocolo na˜o sofrer tanto com as coliso˜es em cena´rios de alta densi-
dade, tem-se que sem a utilizac¸a˜o dos grupos priorita´rios o protocolo
seria mais prejudicado pela utilizac¸a˜o das mensagens perio´dicas.
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3.5 POSITION-AWARE RELIABLE BROADCASTING PROTOCOL
(POCA) (2010)
O protocolo POCA tem comportamento semelhante ao DECA,
pore´m, utiliza GPS para obter o posicionamento dos no´s vizinhos. Esse
protocolo utiliza, a exemplo do DECA, beacons perio´dicos, que sa˜o uti-
lizados para obter a posic¸a˜o e a velocidade dos seus vizinhos (NAKORN;
ROJVIBOONCHAI, 2010).
Quando o no´ desejar transmitir uma mensagem, este ira´ seleci-
onar os vizinhos que esta˜o posicionados em uma distaˆncia considerada
ideal para retransmitir a mensagem. Esta distancia e´ obtida na troca
de informac¸o˜es realizadas pelos no´s. Cada no´ sabe sua posic¸a˜o e veloci-
dade por meio da utilizac¸a˜o do GPS, assim o no´ insere seus coordenadas
atuais nos beacons que sa˜o trocados entre os vizinhos. Esta distaˆncia
ideal e´ baseada na distaˆncia entre os no´s receptores e os no´s de selec¸a˜o
(NAKORN; ROJVIBOONCHAI, 2010).
O no´ selecionado ira´ retransmitir a mensagem imediatamente,
apo´s o recebimento da mesma. No caso do no´ selecionado na˜o re-
transmitir a mensagem, outros no´s que iniciaram a contagem do tempo
limite de espera desde que receberam a mensagem, ira˜o executar essa
tarefa em seu lugar. O tempo limite de espera e´ calculado de acordo
com a distaˆncia entre o no´ e seu no´ precursor. Assim, o no´ que esti-
ver mais pro´ximo do no´ selecionado ira´ retransmitir as mensagens. O
POCA tambe´m insere o identificador da mensagem nos beacons para
lidar com a conectividade intermitente. Os no´s podem saber se os vizi-
nhos perderam algumas mensagens e assim, retransmitir as mensagens
aos seus vizinhos.
O protocolo POCA tem, segundo seus autores um desempenho
aceita´vel em cena´rios de baixa e me´dia densidade, pore´m em cena´rios
com quantidades elevadas de ve´ıculos, de forma semelhante ao protocolo
ackPBSM tambe´m sofre com a troca de beacons de forma cont´ınua
que acaba gerando sobrecarga e coliso˜es em alguns cena´rios espec´ıficos
(NAKORN; ROJVIBOONCHAI, 2010).
3.6 PREFERRED GROUP BROADCAST (PGB) (2010)
Segundo Nakorn e Rojviboonchai (2010), este protocolo visa re-
duzir as mensagens de controle, eliminando transmisso˜es redundantes,
e obter rotas esta´veis com a capacidade de auto-correc¸a˜o. Ale´m disso,
tem como objetivo prover acesso a Internet aos no´s da rede veicular.
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Para tal, assume-se que parte dos ve´ıculos possui uma interface conec-
tada a uma rede de acesso como WiMax (Interoperabilidade Mundial
para Acesso de Micro-ondas do ingleˆs Worldwide Interoperability for
Microwave Access) ou celular 3G. Esses ve´ıculos atuam como gateways
mo´veis, acessados em mu´ltiplos saltos pelos outros no´s da rede. A cons-
truc¸a˜o da rota e´ realizada sob demanda atrave´s de pacotes de requisic¸a˜o
de rota, nos quais cada no´ intermedia´rio insere informac¸o˜es de posic¸a˜o,
de velocidade e de sentido. Para reduzir o nu´mero de pacotes em di-
fusa˜o, os no´s intermedia´rios so´ encaminham um pacote de requisic¸a˜o
se este for mais novo que o u´ltimo recebido para o par fonte-destino.
Caso o nu´mero de sequeˆncia seja igual a outro ja´ recebido, a mensagem
so´ e´ encaminhada se todos os no´s presentes na rota se deslocarem no
mesmo sentido. Com isso, rotas com mais no´s no mesmo sentido teˆm
prefereˆncia. O algoritmo tambe´m preveˆ o tempo de vida de uma rota,
utilizando para isso o menor tempo de vida previsto para os enlaces da
rota (NAUMOV; BAUMANN; GROSS, 2006).
O tempo de vida de um enlace e´ estimado pela a´rea de alcance de
ra´dio dos dois no´s, a distaˆncia entre estes, suas velocidades e suas dire-
c¸o˜es de deslocamento. Ao receber uma requisic¸a˜o de rota, um gateway
adiciona suas informac¸o˜es e ajusta o campo de tempo de vida para o
valor ma´ximo. Isso e´ necessa´rio, pois nos casos em que a velocidade dos
no´s e muito pro´xima, o valor previsto para o tempo de vida do enlace
pode ser muito alto. Em seguida, o gateway envia uma resposta de rota
para o no´ que gerou a requisic¸a˜o utilizando a rota descrita no pacote.
Cada no´ intermedia´rio calcula o tempo de vida do enlace entre ele e seu
predecessor e, caso seja menor que o armazenado na resposta de rota,
o no´ ajusta o valor de tempo de vida do pacote. Assim, garante-se que
o tempo de vida previsto para a rota seja o mı´nimo entre os tempos de
vida previstos para os enlaces. Depois da construc¸a˜o da rota, o no´ fonte
inicia a transmissa˜o de dados e um temporizador baseado no tempo de
vida estimado para a rota. O temporizador e´ utilizado para que uma
nova requisic¸a˜o de rota seja enviada antes que a rota expire, evitando
interrupc¸o˜es nas transmisso˜es (NAUMOV; BAUMANN; GROSS, 2006).
Nakorn e Rojviboonchai (2010) acabam por definir que proto-
colo na˜o e´ confia´vel, pore´m e´ uma soluc¸a˜o para problemas de broadcast
storm. Enquanto a minimizac¸a˜o da carga no roteamento e´ muito dese-
ja´vel em qualquer cena´rio ad hoc, a estabilidade de uma rota escolhida
torna-se especialmente importante em um ambiente no qual os no´s que
compo˜em a rede sa˜o ve´ıculos que se movimentam rapidamente (NA-
KORN; ROJVIBOONCHAI, 2010).
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3.7 DENSITY-AWARE RELIABLE BROADCASTING PROTOCOL
(DECA) (2011)
Ve´ıculos que trafegam em vias podem formar grupos, fazendo
com que algumas faixas de rodagem tenham maior densidade do que
outras faixas da mesma pista. Escolher um ve´ıculo que esta´ na a´rea de
maior densidade para retransmitir uma mensagem pode maximizar o
nu´mero de vizinhos que recebera˜o a mensagem por meio de uma u´nica
transmissa˜o. Portanto, o protocolo DECA usa informac¸o˜es referentes a
densidade local para selecionar o no´ que fara´ a retransmissa˜o seguinte
(KAMOLTHAM; NAKORN; ROJVIBOONCHAI, 2011).
O protocolo DECA faz uso do me´todo store-and-forward e uti-
liza beacons perio´dicos. A utilizac¸a˜o de beacons permite que os no´s
troquem informac¸o˜es sobre a densidade local e identificadores de men-
sagens ja´ recebidas com apenas um salto na rede. Quando o no´ fonte
tem uma mensagem a transmitir, este ira´ selecionar o no´ retransmissor
em sua lista de vizinhos que foi constru´ıda com as informac¸o˜es obtidas
na troca de beacons. O vizinho com a maior densidade a sua volta
sera´ selecionado. Enta˜o, o no´ selecionado fara´ a difusa˜o da mensagem,
imediatamente, assim que recebeˆ-la. Como resultado, o DECA pode
divulgar dados muito rapidamente. Outros vizinhos, que na˜o foram
selecionados, ira˜o armazenar a mensagem e definir um tempo limite de
espera. No caso do no´ selecionado na˜o retransmitir a mensagem (devido
a algum erro de colisa˜o ou canal), outros no´s vizinhos ira˜o retransmitir
a mensagem em seu lugar. Assim, quando os no´s perceberem que algum
no´ ja´ comec¸ou a retransmitir a mensagem, estes ira˜o cancelar o tempo
limite de espera (KAMOLTHAM; NAKORN; ROJVIBOONCHAI, 2011).
A Figura 8 ilustra exemplos de comportamentos do protocolo
DECA. S quer transmitir uma mensagem. S conhece seus vizinhos A,
B, C e D por meio da troca de mensagens de controle. D e´ o no´ que
tem a mais alta densidade local, de modo que S seleciona D para ser
o no´ retransmissor. Ale´m disso, insere na mensagem a identificac¸a˜o
de D. S transmite em broadcast a mensagem e, desta forma A, B, C
e D recebem a mensagem, pore´m so´ D retransmitira´ a mesma ja´ que
seu identificador esta´ contido na mensagem recebida. O processo de re-
transmissa˜o do no´ D sera´ o mesmo utilizado pelo no S, D selecionara´ um
de seus vizinhos que tiver maior densidade e retransmitira´ a mensagem
com a identificac¸a˜o de seu vizinho escolhido para fazer a retransmissa˜o
e este processo ira´ ocorrer ate´ que a mensagem expire (KAMOLTHAM;
NAKORN; ROJVIBOONCHAI, 2011).
Os no´s A, B, e C, que tambe´m receberam a mensagem, pore´m
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Figura 8: Cena´rio de conectividade intermitente.
na˜o foram selecionados para retransmitir a mensagem, ira˜o armazenar
a mensagem em seus buffers e aguardara˜o um tempo limite aleato´rio de
espera. Caso D na˜o retransmita a mensagem, A, B ou C ira´ retransmitir
a mensagem. Exemplificando, caso B tenha o menor tempo de espera,
este retransmitira´ a mensagem, esta mensagem tera´ o identificador do
vizinho de B com maior densidade local, os no´s A e C ao receberem a
retransmissa˜o de B, percebem que sua a´rea de cobertura ja´ foi atendida
e cancelam seus tempos de espera (NAKORN; ROJVIBOONCHAI, 2010).
Segundo Nakorn e Rojviboonchai (2010), o no´ que utiliza o pro-
tocolo DECA tem duas listas; lista de vizinhos e lista de Difusa˜o.
• Lista de vizinhos: mante´m os identificadores de todos os vizi-
nhos que esta˜o distantes um salto e sua densidade local. A lista
e´ atualizada a cada vez que um beacon e´ recebido; e
• Lista de difusa˜o: mante´m os identificadores das mensagens
transmitidas e seus tempos de espera. Uma mensagem trans-
mitida sera´ removida da lista em duas situac¸o˜es. A primeira e´
quando o tempo limite de espera expirar, desta maneira, o no´
retransmite a mensagem e a retira da lista. A segunda e´ quando
o no´ ouve outros no´s retransmitirem a mensagem. Desta forma,
o nu´mero de retransmisso˜es redundantes e´ minimizado.
Por beaconing, termo utilizado para definir a troca de informa-
c¸o˜es por meio de beacons, um no´ pode saber se os seus vizinhos perde-
ram alguma mensagem ou se o pro´prio no´ perdeu alguma mensagem.
Quando o no´ recebe um beacon de um vizinho, o no´ atualiza a lista
de vizinhos e verifica se aquele vizinho na˜o tem alguma mensagem vi-
gente na rede. No caso em que o no´ verifica que seu vizinho perdeu
uma mensagem, este insere o identificador da mensagem na lista de
difusa˜o e define um curto tempo limite de espera. Quando o tempo
limite expirar, o no´ ira´ retransmitir a mensagem e os outros no´s que
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ouvirem esta transmissa˜o ira˜o remover a mensagem de suas listas de
difusa˜o (NAKORN; ROJVIBOONCHAI, 2010).
No caso em que o no´ percebe que ainda na˜o tem a mensagem ja´
transmitida, este ira´ enviar um beacon imediatamente para seus vizi-
nhos, assim seus vizinhos podem retransmitir a mensagem faltante. A
maior vantagem do DECA segundo Nakorn e Rojviboonchai (2010), e´
que na˜o requer conhecimento de coordenadas geogra´ficas para operar, o
que torna mais flex´ıvel adequando-se a qualquer ambiente de operac¸a˜o.
De acordo com os estudos realizados por Nakorn e Rojviboonchai
(2010), o protocolo DECA consegue alcanc¸ar seu objetivo que e´ prover
confiabilidade e eficieˆncia na transmissa˜o de dados em redes de conec-
tividade intermitente. O protocolo na˜o faz uso de GPS, pore´m utiliza
a te´cnica store-and-forward e emprega informac¸o˜es de densidade local
para maximizar a entrega das mensagens. O protocolo na˜o se com-
portar de forma adaptativa de acordo com a densidade de ve´ıculos no
cena´rio, desta forma sobrecarrega a largura de banda utilizada na troca
de informac¸o˜es. Os resultados apontados por Nakorn e Rojviboonchai
(2010) mostram que o DECA pode superar outros protocolos. Mesmo
nos casos extremos, tais como cena´rios com densidade muito baixa ou
muito alta, o protocolo ainda opera com alta confiabilidade e a maior
velocidade de disseminac¸a˜o de dados entre todos os protocolos avaliados
pelos autores.
3.8 RELIABLE ROUTING SCHEME BASED ON VEHICLE MO-
VING SIMILARITY (RR-VMS) (2011)
O objetivo da proposta RR-VMS (WEI; WANG; HSIEH, 2011) e´
encontrar um caminho confia´vel para proporcionar um ambiente de
transmissa˜o de alta qualidade para roteamento em estradas e reduzir as
mensagens de controle. O RR-VMS pode ser dividido em duas fases, a
fase de manutenc¸a˜o de informac¸o˜es sobre vizinhos e a fase de descoberta
de rota (WEI; WANG; HSIEH, 2011).
A fim de determinar os caminhos confia´veis, as informac¸a˜o so-
bre vizinhos que esta˜o na a´rea de transmissa˜o do ve´ıculo devem ser
mantidas. Assim, os ve´ıculos devem enviar periodicamente mensagens
HELLO ou beacons. A mensagem HELLO foi originalmente concebida
para determinar a conectividade da rede. No´s transmitem mensagens
de saudac¸a˜o para os seus vizinhos a um salto de distaˆncia. Ou seja, o
TTL (time-to-live) de uma mensagem HELLO e´ definido com o valor
1. Informac¸o˜es referentes aos vizinhos podera˜o ser registradas em uma
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lista de vizinhos. A lista de vizinhos pode ser definida como a tupla
<ID, tempo de expirac¸a˜o>, no qual ID e´ a identidade de um ve´ıculo
pro´ximo e tempo de expirac¸a˜o e´ o per´ıodo de vigeˆncia do vizinho dentro
da lista (WEI; WANG; HSIEH, 2011).
Quando um no´ recebe uma mensagem HELLO, este atualiza ou
adiciona as informac¸o˜es do remetente a` lista de vizinhos e a tabela de
roteamento. No RR-VMS, um novo campo position e´ adicionado a`
mensagem original HELLO, no qual position armazena as coordenadas
(x,y) de um ve´ıculo. Escolher ve´ıculos com velocidades semelhantes
como no´s retransmissores para estabelecer um caminho de roteamento
e´ uma questa˜o importante para a confiabilidade do roteamento em VA-
NETs. Na proposta RR-VMS, na˜o e´ preciso gravar as velocidades dos
vizinhos. Em vez disto, usa-se uma pontuac¸a˜o chamada de Vehicle
Persistence Score (VPS) para escolher os no´s que ira˜o retransmitir.
Ale´m de manter uma lista vizinhos, cada ve´ıculo precisa manter uma
tabela VPS. Tanto a tabela VPS quanto a lista vizinhos sa˜o atualiza-
das quando um ve´ıculo recebe uma mensagem HELLO de um ve´ıculo
pro´ximo (WEI; WANG; HSIEH, 2011).
O formato de cada entrada na tabela VPS e´ <ID, position, dis-
tance, type, VPS>.
• ID : identidade de um vizinho;
• Position: a coordenada do GPS (x,y), que representa a posic¸a˜o
de um ve´ıculo. No´s utilizam esta informac¸a˜o para determinar a
distaˆncia entre dois ve´ıculos;
• Distance: a distaˆncia entre dois ve´ıculos;
• Type: o tipo do vizinho; e
• VPS : o valor de modo a refletir a estabilidade de um ve´ıculo. Os
no´s utilizam este paraˆmetro para selecionar os no´s de retransmis-
sa˜o.
Os no´s calculam a distaˆncia entre um no´ e um dos seus vizinhos
de acordo com as informac¸o˜es fornecidas pelo GPS. O campo de dis-
taˆncia e´ usada para classificar os vizinhos em dois tipos: os vizinhos
de alta prioridade e vizinhos de baixa prioridade. Os autores definiram
um limite de 1/3 R para a classificac¸a˜o dos ve´ıculos vizinhos, sendo que
R e´ o alcance de transmissa˜o de um ve´ıculo. Como mostrado na Figura
9, o raio do c´ırculo interior e´ 1/3 de R e o raio do c´ırculo exterior e´
R. Os ve´ıculos vizinhos localizados no interior do c´ırculo exterior sa˜o
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chamados de vizinhos de alta prioridade. Caso contra´rio, e´ um vizinho
de baixa prioridade. Na Figura 9, os ve´ıculos A, B, E, F e G sa˜o vizi-
nhos de alta prioridade da fonte, porque estes na˜o esta˜o localizados no
interior do c´ırculo interior, enquanto os ve´ıculos C e D sa˜o vizinhos de
baixa prioridade. O objetivo da classificac¸a˜o e´ que os ve´ıculos vizinhos
muito pro´ximos do ve´ıculo fonte sa˜o menos u´teis para a eficieˆncia da
rota, eles na˜o cobrem um espac¸o maior que o coberto pelo no´ fonte
(WEI; WANG; HSIEH, 2011).
Figura 9: Vizinhos com maior e menor prioridade.
Pode-se descrever o processo para determinar o valor da pontua-
c¸a˜o VPS de um ve´ıculo da seguinte maneira: quando um ve´ıculo recebe
uma mensagem HELLO de um vizinho pela primeira vez, este adiciona
as informac¸o˜es relacionadas ao vizinho na lista de vizinhos e tambe´m
na tabela VPS, e inicializa o VPS do vizinho com valor 1. Caso as
informac¸o˜es do vizinho tenham sidas registradas antes, o ve´ıculo atu-
alizada as informac¸o˜es do vizinho e incrementa o VPS do vizinho em
1. Para evitar que o valor de VPS cresc¸a de forma ilimitada, define-se
um valor ma´ximo para o VPS, chamado VPS Limit. Quando o VPS
atinge o valor limite, o VPS na˜o sera´ mais incrementado. A definic¸a˜o
do limite para o VPS e´ dependente da aplicac¸a˜o. Uma aplicac¸a˜o que
exige elevada confiabilidade pode ter um limite alto para o VPS e vice-
versa. Um exemplo de manutenc¸a˜o do VPS e´ mostrado na Figura 10
(a), quando a fonte recebe mensagens HELLO dos seus vizinhos, pela
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primeira vez, e atualiza a tabela VPS. Nota-se que apenas o campo
VPS na tabela VPS esta´ ilustrado (WEI; WANG; HSIEH, 2011).
Figura 10: Vizinhos com maior e menor prioridade.
Na Figura 10 (a), a fonte recebe mensagens HELLO dos ve´ıcu-
los A, B, C, D, E, F e G, de modo que o VPS destes ve´ıculos foram
inicializados em 1. A Figura 2 (b) mostra os valores de VPS apo´s a
segunda atualizac¸a˜o. Ve´ıculos C, D, E, F e G ainda permanecem na
faixa de transmissa˜o e suas mensagens HELLO foram recebidas pela
fonte, assim que seus VPS foram incrementados em 2. As entradas
para os ve´ıculos que na˜o sa˜o mais vizinhos da fonte sera˜o removidas a
partir da tabela VPS, ve´ıculos, por exemplo A e B. Uma entrada de
um novo ve´ıculo, por exemplo ve´ıculo H, pode ser adicionada a` lista de
vizinhos e os seu VPS e´ definido como 1, se a sua mensagem HELLO
foi recebida pela fonte. Os ve´ıculos com valores de VPS mais elevados
tendem a ficar na faixa de transmissa˜o da fonte. Com a informac¸a˜o do
valor do VPS, pode-se escolher o ve´ıculo mais esta´vel para ser um no´
retransmissor (WEI; WANG; HSIEH, 2011).
Para reduzir as mensagens de controle, o RR-VMS restringe o
nu´mero de no´s que podem retransmitir a mensagem. Os autores defi-
nem o paraˆmetro REBROADCAST NUMBER para limitar o nu´mero
de no´s que podera˜o realizar a retransmissa˜o. Por exemplo, quando
um no´ gera ou encaminha uma mensagem, apenas treˆs vizinhos va˜o
retransmitir este pedido se REBROADCAST NUMBER for definido
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com o valor 3. Para estabelecer os caminhos confia´veis de roteamento,
o protocolo deve garantir a estabilidade dos no´s que ira˜o retransmitir
a mensagem. Na fase de manutenc¸a˜o das informac¸o˜es dos vizinhos, o
RR-VMS classifica os vizinhos com prioridade alta ou baixa. Ou seja,
os vizinhos de alta prioridade teˆm maior chance de serem seleciona-
dos como no´s retransmissores e vice-versa. Pore´m, a estabilidade dos
vizinhos com alta prioridade precisa de ser assegurada. O RR-VMS es-
colhe os ve´ıculos com maior estabilidade a partir da lista de candidatos.
Nota-se que quando a velocidade de um ve´ıculo pro´ximo a fonte e´ se-
melhante a` do ve´ıculo fonte, a ligac¸a˜o entre estes tera´ um longo tempo
de validade. Em outras palavras, essa ligac¸a˜o e´ mais confia´vel. Quando
um ve´ıculo tem um VPS mais alto, este tera´ uma maior probabilidade
de ser selecionado como um no´ de retransmissa˜o (WEI; WANG; HSIEH,
2011).
Os resultados apresentados pelos os autores do protocolo mos-
traram que este pode aumentar a confiabilidade dos caminhos de rote-
amento e reduzir mensagens de controle, isto ocorre pois o protocolo
utiliza valores para definir a estabilidade dos no´s da rede, desta forma,
so´ os no´s mais esta´veis ira˜o formar a rota. A proposta RR-VMS tambe´m
pode ser aplicada a outros protocolos de roteamento ad hoc voltados a
inundac¸a˜o (WEI; WANG; HSIEH, 2011).
3.9 RELIABLE BROADCAST ROUTING BASED ON GAIN PRE-
DICTION (RB-GP) (2012)
No modelo RB-GP, proposto por Chuan e Jian (2012), as infor-
mac¸o˜es de cada no´ que integra a rede esta˜o dispon´ıveis por meio de
trocas de beacons ou mensagens curtas feitas de forma perio´dica. Nes-
tes beacons sa˜o inseridas informac¸o˜es como, ID (identificac¸a˜o do no´),
posic¸a˜o (x, y; coordenadas do GPS), velocidade (a velocidade me´dia
relativa ∆vij) e a direc¸a˜o (a direc¸a˜o da velocidade relativa ∆Dij e´ defi-
nida por um aˆngulo de acordo com o eixo x). Cada no´ estabelece a sua
pro´pria tabela de informac¸o˜es atrave´s da troca de informac¸o˜es entre os
no´s vizinhos. Estas informac¸o˜es sa˜o trocadas apenas entre vizinhos que
esta˜o a um salto de distaˆncia e na˜o sa˜o encaminhadas para outros no´s
distantes (CHUAN; JIAN, 2012).
O principal objetivo do modelo RB-GP e´ o de maximizar o raio
de cobertura em cada difusa˜o e a diminuir os atrasos nas transmisso˜es,
isto e´ obtido atrave´s da selec¸a˜o do pro´ximo salto mais adequado em
todas as direc¸o˜es. Em resumo, o modelo RB-GP tenta localizar o no´
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vizinho com o maior ganho em todas as direc¸o˜es, esta busca pelo vizinho
que proporciona o maior ganho e´ ilustrada na Figura 11.
O ganho e´ obtido atrave´s de:
G(i, j) = αE(i, j) + (1− α)I(i, j), (3.4)
em que α ∈ [0,1], E(i, j) e´ definido como o ganho direto e seu
valor esta´ contido no intervalo [0,1], ja´ o ganho indireto e´ definido por
I(i, j) ∈ [0,1], deste modo, G(i, j) ∈ [0,1].
O funcionamento do modelo RB-GP, ilustrado na Figura 11, e´
definido pelos seguintes passos:
• Passo 1: O no´ A verifica se ja´ recebeu a mensagem p. Se ja´,
descarta p.
• Passo 2: O no´ A verifica se e´ de fato o no´ selecionado para
retransmitir p atrave´s da ana´lise do cabec¸alho da mensagem. Se
na˜o, apenas armazena p; caso contra´rio A segue para o pro´ximo
passo.
• Passo 3: O no´ A classifica seus vizinhos em treˆs grupos de acordo
com as informac¸o˜es contidas na tabela de vizinhos.
1. Grupo dos no´s localizados na mesma faixa de rodagem de A
e que esta˜o a frente de A, como o no´ F (ver Figura 11).
2. Grupo dos no´s localizados na mesma faixa de rodagem de A
e que esta˜o a atra´s de A, como o no´ B (ver Figura 11).
3. Grupo dos no´s localizados em faixas de rodagens diferentes
do no´ A, como no´s C, D e G.
• Passo 4: O no´ calcula o valor de G (ganho) que cada no´ vizinho
proporciona usando a Equac¸a˜o 3.4 e, ale´m disso, seleciona o no´
com o maior ganho em cada grupo como o pro´ximo salto, registra
o ID de cada um dos vizinhos escolhidos no cabec¸alho de p, e
finalmente envia p.
O no´ so´ inicia o mecanismo de store-and-forward quando na˜o
encontrar qualquer no´ adequado no passo 3. O no´ armazena p em
um buffer temporariamente e depois continua o encaminhamento para
outros no´s apropriados dentro de seu alcance de comunicac¸a˜o em algum
momento (CHUAN; JIAN, 2012).
Em cena´rios com baixa e me´dia densidade, o protocolo garante
que o no´ selecionado pode receber os pacotes com sucesso, consegue
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Figura 11: Funcionamento do modelo RB-GP.
assim, diminuir o conflito nos canais e informac¸o˜es retransmitidas de
forma desnecessa´ria. Os resultados mostram que o RB-GP e´ mais efi-
caz, no que diz respeito a taxa de entrega dos pacotes, e possui atraso
me´dio menor, quando comparado a outros modelos que utilizam inun-
dac¸a˜o, pore´m sofre com o excesso de beacons perio´dicos em cena´rios
com alta densidade. Os autores deixam claro este problema e o defi-
nem como ponto chave a ser resolvido em trabalhos futuros, para que
este protocolo possa ser usado em cena´rios urbanos, ja´ que estes cena´-
rios sa˜o muito menos esparsos do que os cena´rios rodovia´rios (CHUAN;
JIAN, 2012).
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3.10 DISCUSSA˜O DOS TRABALHOS RELACIONADOS
De acordo com o estudo dos protocolos voltados a prover confia-
bilidade nas transmisso˜es de dados em redes veiculares descritos neste
cap´ıtulo, foram levantados os seguintes aspectos para comparac¸a˜o entre
estes protocolos: (1) a utilizac¸a˜o de beacons e quais seus tipos; (2) a
utilizac¸a˜o de mecanismos voltadas a confirmac¸a˜o de entrega das men-
sagens; (3) como ocorre o armazenamento de informac¸o˜es por meio do
uso de listas e histo´ricos; (4) a utilizac¸a˜o de informac¸o˜es sobre posic¸a˜o,
velocidade e direc¸a˜o dos no´s; (5) a forma de selec¸a˜o do no´ retransmis-
sor; e (6) se existe tratamento expl´ıcito para o problema do no´ oculto.
Na Tabela 2, e´ apresentado um resumo comparativo dos trabalhos re-
lacionados descritos.
Tabela 2: Comparativo - Trabalhos Relacionados










Na˜o Na˜o Sim Direc¸a˜o Na˜o
PGB Aperio´dico Na˜o Sim Sim Direc¸a˜o Sim
DECA Perio´dicos Na˜o Sim Na˜o Densidade Sim
ackPBSM Perio´dicos Sim Sim Sim Prioridade Sim
POCA Perio´dicos Na˜o Sim Sim Distaˆncia Sim





Perio´dicos Na˜o Sim Sim Densidade Sim
RR-
VMS
Perio´dicos Na˜o Sim Sim Direc¸a˜o e Es-
tabilidade
Na˜o
Observa-se que apenas uma das abordagens na˜o utiliza troca de
informac¸o˜es por meio de beacons (EAEP), ja´ que o protocolo insere as
informac¸o˜es pertencentes ao no´ diretamente na mensagem a ser pro-
pagada, desta forma, na˜o utiliza mensagens de controle e na˜o sofre
com a sobrecarga existente em protocolos que utilizam estas mensa-
gens de forma perio´dica, pore´m adicionam atraso a retransmissa˜o das
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mensagens, ja´ que a mensagem de dados deve ser reconstru´ıda a cada
retransmissa˜o. Os protocolos que sofrem com a sobrecarga presente
na utilizac¸a˜o de beacons perio´dicos sa˜o: DECA, ackPBSM, POCA, R-
OB-VAN e RR-VMS, estes na˜o obtiveram bons resultados em cena´rios
com alta densidade de ve´ıculos, justamente por conta da quantidade
de mensagens de controle geradas nestes casos. A soluc¸a˜o para esta
sobrecarga presente na utilizac¸a˜o de beacons perio´dicos pode estar na
implementac¸a˜o de mensagens de controle adaptativas que sa˜o transmi-
tidas de forma aperio´dica, desta forma, a quantidade de beacons gerados
e´ reduzida em cena´rios com alta densidade de ve´ıculos e apenas o pro-
tocolo PGB implementa este mecanismo. Beacons adaptativos evitam
overhead em cena´rios com alta densidade, desta forma o canal ficara´
mais tempo livre para a transmissa˜o das mensagens de dados.
De todos os protocolos estudados, apenas a abordagem ackPBSM
utiliza acks para confirmar o recebimento de um mensagem transmitida
na rede, desta forma o protocolo tenta mitigar o problema do terminal
oculto de forma expl´ıcita e tambe´m aumenta a confiabilidade nas re-
transmisso˜es geradas, pore´m este mecanismos na˜o se mostra eficiente
em cena´rios esparsos, nos quais a distancia entre os ve´ıculos e´ grande.
Apenas o protocolo EAEP, na˜o faz uso de listas ou histo´ricos de vizi-
nhanc¸a, isto acontece, pois a abordagem utiliza a distaˆncia entre o no´
transmissor e o no´ receptor para definir o tempo de espera, no qual e´
utilizado para realizar a retransmissa˜o. Esta abordagem e´ um proto-
colo epideˆmico, sendo assim, o no´ envia a mensagem a todos os no´s em
seu raio de cobertura sem precisar ter conhecimento pre´vio da topolo-
gia da rede, esta postura ocasiona retransmisso˜es desnecessa´rias e um
aumento na quantidade de mensagens geradas na rede.
Sete protocolos estudados fazem uso de informac¸o˜es de posic¸a˜o,
velocidade e distaˆncia dos no´s presentes na rede, sendo que estas infor-
mac¸o˜es sa˜o obtidas pelo uso de GPS. Apenas o protocolo DECA na˜o
utiliza estas informac¸o˜es, pois este apenas utiliza a densidade local dos
no´s para selecionar o no´ retransmissor. Ja´ os outros protocolos, pre-
cisam destas informac¸o˜es, pois utilizam as mesmas para definir quais
sera˜o os no´s retransmissores da mensagem. Para selecionar o no´ retrans-
missor, os protocolos estudados utilizam me´todos diferentes, o primeiro
me´todo encontrado e´ a utilizac¸a˜o da direc¸a˜o em que o no´ esta´ seguindo,
os protocolos EAEP, PGB e RR-VMS fazem uso deste me´todo, pore´m,
com implementac¸o˜es diferentes. No caso do protocolo EAEP, cada vez
que o no´ recebe mensagens de no´s a` sua frente ou de no´s seguidores,
sa˜o incrementados contadores para definir a direc¸a˜o de propagac¸a˜o, ja´
no caso do protocolo PGB, o mesmo utiliza a direc¸a˜o pra definir ro-
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tas de encaminhamento das mensagens. Por fim, o protocolo RR-VMS
utiliza a direc¸a˜o com uma das varia´veis para definir a estabilidade de
um determinado no´, desta forma, o no´ mais esta´vel sera´ escolhido para
retransmitir a mensagem. O segundo me´todo para determinar o re-
transmissor e´ a densidade local de um no´, o protocolo DECA utiliza
esta premissa para determinar o no´ com maior densidade local, assim, o
no´ tera´ maior chance de retransmitir a mensagem ao maior nu´mero de
no´s vizinhos. A selec¸a˜o do retransmissor por meio da densidade local
mostrou-se simples e eficiente perante as outras abordagens.
O protocolo ackPBSM utiliza a prioridade para selecionar o no´
retransmissor, o no´ que faz parte do grupo priorita´rio, como por exem-
plo, ambulaˆncias, viaturas, ve´ıculos de monitoramento da via, etc, re-
transmiti primeiro, por meio da utilizac¸a˜o de um tempo de espera me-
nor que dos outros no´s que na˜o fazem parte do grupo priorita´rio. O
u´ltimo me´todo utilizado para definir o no´ retransmissor e´ a distaˆncia
entre os no´s, o protocolo POCA utiliza este me´todo, so´ os no´s que esta˜o
dentro de uma distaˆncia ideal do no´ transmissor podera˜o retransmitir
a mensagem, ja´ o protocolo RB-GP utiliza a distaˆncia para calcular
um ganho, o no´ que prover maior ganho em determinada direc¸a˜o sera´
o retransmissor da mensagem.
O u´ltimo aspecto verificado na comparac¸a˜o dos protocolos e´ o
tratamento expl´ıcito do problema chamado no´ oculto. Todos os traba-
lhos estudados empregarem a te´cnica store-and-forward, que consiste
em armazenar a mensagem recebida e, posteriormente, retransmiti-la.
Esta te´cnica permite minimizar o problema de conectividade intermi-
tente. Pore´m, em cinco trabalhos os autores buscaram mitigar este
problema em suas abordagens utilizando outras te´cnicas ale´m da store-
and-forward, os protocolos sa˜o: PGB, DECA, ackPBSM, POCA e R-
OB-VAN. Em todas estas abordagens o problema do no´ oculto na˜o e´
tratado com estruturas ao longo das vias, no´s fixos, apenas sa˜o utili-
zadas mensagens de confirmac¸a˜o e a te´cnica store-and-forward, ambas
as te´cnicas na˜o resolvem o problema do no´ oculto em cena´rios com
baixas densidades, sendo necessa´rio buscar outras maneiras de tratar o
problema, como por exemplo, a inserc¸a˜o de no´s fixos ao longo das vias.
3.11 CONSIDERAC¸O˜ES DO CAPI´TULO
Ao analisar os protocolos estudados neste Cap´ıtulo, pode-se ve-
rificar que algumas caracter´ısticas sa˜o importantes e necessa´rias para
que um protocolo possa prover confiabilidade ao transmitir uma men-
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sagens em uma rede mo´vel. Estas caracter´ısticas devem ser levadas
em considerac¸a˜o no desenvolvimento de novos mecanismos que buscam
prover confiabilidade em um meio na˜o confia´vel, como por exemplo, as
redes veiculares.
Sendo assim, compreender os protocolos confia´veis existentes,
bem como avalia-los e compara´-los e´ um passo importante para a cons-
truc¸a˜o de novos modelos. Este Cap´ıtulo apresentou os trabalhos encon-
trados a partir de uma revisa˜o sistema´tica da literatura e referenciados
por diversos autores que procuram prover confiabilidade na dissemina-
c¸a˜o de dados em redes ad hoc mo´veis. Os trabalhos descritos serviram




4 PROTOCOLO DE DIFUSA˜O PROPOSTO
Conforme Dotzer, Fischer e Magiera (2005), o uso das redes vei-
culares visa aumentar a seguranc¸a do tra´fego e melhorar consideravel-
mente a mobilidade entre os ve´ıculos, sendo um dos principais desa-
fios a transmissa˜o de mensagens entre os no´s de forma que a entrega
destas mensagens seja confia´vel. O objetivo geral deste trabalho foi
desenvolver um protocolo que proveˆ confiabilidade na disseminac¸a˜o de
informac¸a˜o de aplicac¸o˜es voltadas a seguranc¸a no traˆnsito em rodovias.
No cap´ıtulo anterior foram apresentados me´todos e soluc¸o˜es para
prover confiabilidade em protocolos voltados a difusa˜o de informac¸o˜es
em redes ad hoc veiculares. Nesses me´todos, aspectos importantes re-
lacionados a mobilidade e comunicac¸a˜o, tais como variac¸o˜es bruscas na
densidade de ve´ıculos, troca de beacons sem controle, queda momen-
taˆnea de enlaces, problema do no´ oculto, comumente encontrados na
redes veiculares, sa˜o negligenciados.
Para preencher essas lacunas deixadas por essas soluc¸o˜es, propo˜e-
se um protocolo que utilize comunicac¸a˜o em VANETs para coletar in-
formac¸o˜es dos ve´ıculos que estejam trafegando sobre as pistas de vias.
Ale´m disso, prover confiabilidade a` disseminac¸a˜o de dados pela rede
veicular, de forma, mitigar o problema do terminal oculto e diminuir a
quantidade de mensagens de controle desnecessa´rias que sa˜o trocadas
entre os no´s mo´veis. Este protocolo preenche a lacuna deixada pelas
atuais propostas de difusa˜o confia´vel em VANETs, pois se adapta ao
ambiente de comunicac¸a˜o encontrado em cena´rios de tra´fego rodovia´rio.
Este cap´ıtulo descreve o protocolo proposto e esta´ organizado
da seguinte forma. A Sec¸a˜o 4.1 apresenta a visa˜o geral e as premissas
para a especificac¸a˜o do protocolo. Em seguida, a Sec¸a˜o 4.2, apresenta
a descric¸a˜o do mo´dulo de selec¸a˜o do retransmissor e o mecanismo de
selec¸a˜o adotado nesta dissertac¸a˜o, na Sec¸a˜o 4.3 e´ apresentado o mo´dulo
de comunicac¸a˜o, bem como os tipos de mensagens disseminadas na rede,
os algoritmos e mecanismos utilizados nesse mo´dulo. Na Sec¸a˜o 4.4, o
mo´dulo de determinac¸a˜o de vizinhanc¸a e´ descrito juntamente com seus
mecanismos. E, por fim, sa˜o tecidas as considerac¸o˜es finais do cap´ıtulo.
4.1 VISA˜O GERAL E PREMISSAS
Os elementos fundamentais de uma rede ad hoc veicular sa˜o seus
no´s e nesta proposta assume-se que existem dois tipos de no´s, os fixos e
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os mo´veis. Nesta dissertac¸a˜o, o termo no´ diz respeito a qualquer dispo-
sitivo de comunicac¸a˜o conectado a rede ad hoc veicular. Considera-se
como premissas que cada ve´ıculo (no´) tem sua identidade definida de
forma u´nica na rede baseada no enderec¸o MAC do mo´dulo de rede do
no´. Os ve´ıculos participantes da rede possuem componentes que possi-
bilitam a comunicac¸a˜o e a execuc¸a˜o dos aplicativos tais como; sensores,
unidades de armazenamento, unidade de comunicac¸a˜o sem fio, sistema
de posicionamento (GPS) e uma interface com o usua´rio para mostrar
ao condutor os alertas e a localizac¸a˜o dos eventos relatados.
Considera-se ainda que, os eventos podem ser sempre detecta-
dos pelos sensores presentes nos ve´ıculos e que o GPS proporciona uma
precisa˜o suficiente para detectar em qual local da rodovia encontra-se o
ve´ıculo e em qual momento exato houve sinalizac¸a˜o. O funcionamento
dos sensores e a tecnologia empregada esta˜o fora do escopo deste tra-
balho. O protocolo proposto foi implementado para uma aplicac¸a˜o de-
senvolvida durante este trabalho e esta aplicac¸a˜o serve como base para
que as funcionalidades do protocolo desenvolvido possam ser avaliadas.
O protocolo proposto e´ composto de treˆs mo´dulos: Mo´dulo de
Selec¸a˜o do Retransmissor, Mo´dulo de Comunicac¸a˜o e Mo´dulo de De-
terminac¸a˜o de Vizinhanc¸a. A Figura 12 apresenta os mo´dulos e meca-
nismos que compo˜em a arquitetura do protocolo proposto.
O Mo´dulo de Selec¸a˜o e´ responsa´vel por determinar o no´ que tera´
o papel de retransmitir a mensagem de dados a cada salto. O Mo´dulo
de Comunicac¸a˜o define os tipos de mensagens existentes no protocolo,
bem como a estrutura da lista de mensagens utilizada na abordagem.
Neste mo´dulo tambe´m sa˜o definidos os mecanismos de adaptac¸a˜o de
per´ıodo entre mensagens de controle e codificac¸a˜o de rede. Por fim, o
Mo´dulo de Determinac¸a˜o de Vizinhanc¸a define a estrutura da lista de
vizinhos e e´ responsa´vel pelos mecanismos de adaptac¸a˜o dos tempos de
espera e detecc¸a˜o de conectividade.
No modelo de organizac¸a˜o hiera´rquica, os no´s mo´veis, ou seja, os
ve´ıculos que trafegam sobre cada pista, trocam informac¸o˜es entre si, ge-
ram alertas, transmitem e retransmitem os alertas presentes na rede. Ja´
os no´s fixos, atuam como pontos de coleta para os dados enviados pelos
ve´ıculos e teˆm como principal papel armazenar e retransmitir mensa-
gens de dados quando solicitado. Desta forma, estes permitem que os
no´s verifiquem se receberam ou na˜o a u´ltima mensagem vigente na rede.
O protocolo de forma a minimizar o impacto que a difusa˜o tem sobre
a comunicac¸a˜o, faz uso de mecanismos que diminuem a quantidade de
mensagens desnecessa´rias na rede. Tambe´m faz uso de mensagens de
controle com per´ıodos entre retransmisso˜es que se adaptam de acordo
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Figura 12: Arquitetura do Protocolo Proposto.
com a densidade de ve´ıculos na via, diminuindo assim a quantidade
de mensagens de controle em situac¸o˜es de congestionamento. Estas
mensagens de controle permitem que os no´s verifiquem se seus vizinhos
ja´ receberam um alerta vigente na rede, com o objetivo de mitigar o
problema do no´ oculto.
Para diminuir a quantidade de mensagens na rede, o no´ mo´vel
tem a sua disposic¸a˜o uma lista de vizinhos e de mensagens de dados
(alertas) ja´ recebidos. Uma vez que um no´ reconhec¸a seus vizinhos,
esse deve determinar qual dos seus vizinhos vai retransmitir o alerta
que o transmissor deve difundir. Esta escolha se da´ por meio da troca
de beacons. Nestes beacons esta˜o contidas a identificac¸a˜o, a densidade
local, a velocidade no instante e outras informac¸o˜es pertinentes do no´
vizinho. De acordo com as informac¸o˜es do no´ vizinho, o no´ transmissor
calcula o ganho W referente ao seu vizinho, assim o no´ que prover maior
ganho sera´ escolhido para retransmitir a mensagem de dados.
Os no´s, ao receberem o alerta, devem verificar se sa˜o, ou na˜o, o
no´ retransmissor. Caso o no´ seja o retransmissor, este ira´ retransmitir
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a mensagem aos seus vizinhos. Segundo Paula, Oliveira e Nogueira
(2010), existem casos nos quais a disseminac¸a˜o direcionada pode trazer
maiores benef´ıcios para aplicac¸o˜es voltadas a` seguranc¸a no traˆnsito,
desta forma, o protocolo proposto tambe´m permite que a disseminac¸a˜o
de uma mensagem seja tanto, omnidirecional, quanto direcional. Para
diminuir a quantidade de mensagens de dados retransmitidas pela rede,
o protocolo proposto implementa a operac¸a˜o lo´gica XOR. Em cena´rios
com mais de uma mensagem de dados na rede, o protocolo realiza a
operac¸a˜o XOR entre as mensagens existentes e faz uso de apenas uma
retransmissa˜o, ao inve´s de uma retransmissa˜o para cada mensagem da
rede. Todos estes processos e mecanismos sera˜o detalhados no decorrer
deste cap´ıtulo.
4.2 MO´DULO DE SELEC¸A˜O DO RETRANSMISSOR
Este mo´dulo e´ responsa´vel por determinar qual sera´ o no´ retrans-
missor da mensagem disseminada na rede. A selec¸a˜o e´ realizada por
meio de um mecanismo de selec¸a˜o que consiste no calculo do ganho de
cada no´ Wj .
4.2.1 Mecanismo de Selec¸a˜o
A troca de mensagens de controle permite que os no´s comparti-
lhem informac¸o˜es sobre a vizinhanc¸a dentro de um salto de distaˆncia
e tambe´m os identificadores de mensagens ja´ recebidas. Quando o no´
i tem um alerta para transmitir, este ira´ selecionar o vizinho com a
maior ganho Wj . O no´ j selecionado fara´ a retransmissa˜o do alerta
imediatamente, assim que realizar os processos de verificac¸a˜o do alerta.
Outros no´s vizinhos, que na˜o foram selecionados, ira˜o receber e arma-
zenar a mensagem e definir um tempo limite de espera com o objetivo
de retransmitir o alerta caso o no´ retransmissor na˜o o fac¸a. Este tempo
aleato´rio e´ definido a partir do intervalo [TeCMmax, Temax] com




em que Tpk e´ o paraˆmetro usado para indicar o tipo da mensagem, com
isso pode-se definir a urgeˆncia da mensagem. A constante TeCMmax e´
definida por meio de estudos feitos do cena´rio.
A componente Random[0, 0.002] tem papel de gerar um offset
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com valor entre 0 e 2 ms no tempo de espera. C e´ paraˆmetro de
configurac¸a˜o do protocolo e influencia na fo´rmula. Quando os no´s de-
tectarem que algum no´ ja´ comec¸ou a retransmitir a mensagem, estes
cancelara˜o o tempo limite de espera (contagem regressiva).
A selec¸a˜o do no´ retransmissor ocorre quando um no´ deseja trans-
mitir ou retransmitir uma mensagem de dados na rede. Assim que um
no´ transmissor reconhece seu vizinhos, este calcula o peso Wj de cada
vizinho pertencente em sua lista que conte´m as informac¸o˜es dos vizinhos
a um salto de comunicac¸a˜o. Este peso Wj e´ utilizado para determinar
qual a qualificac¸a˜o que cada no´ tem para ocupar a func¸a˜o de retransmis-
sor da mensagem. Assume o estado de retransmissor, o no´ que possui
o maior ganho. O no´ i no estado transmissor calcula o ganho de cada
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(4.2)
em que a componente Bj indica a distaˆncia de um ve´ıculo j em relac¸a˜o
ao ve´ıculo transmissor i. O protocolo prioriza os no´s mais pro´ximos das
bordas do raio de comunicac¸a˜o. A componente Dj indica a densidade
local de cada no´. Tem-se que, quanto maior a densidade local de um no´,
maior e´ a chance de que este no´ difunda a mensagem ao maior nu´mero
de no´s da rede. As componentes ThB e ThD determinam o limiar para
cada uma das componentes Bj e Dj , respectivamente.
A constante w determina a influeˆncia de cada uma das compo-
nentes no ca´lculo do peso Wj , de modo que, e´ poss´ıvel priorizar um fator
em relac¸a˜o ao outro. Em cena´rios com grande densidade, por exemplo,
e´ interessante priorizar a distaˆncia entre o transmissor e o retransmis-
sor, assim a mensagem atinge as bordas do raio de comunicac¸a˜o e e´
difundida o mais distante poss´ıvel.
Para calcular a distaˆncia Bj de um no´ j em relac¸a˜o ao no´ i,
utiliza-se a equac¸a˜o da distaˆncia euclidiana bidimensional, que leva em
considerac¸a˜o as coordenadas x e y de cada ve´ıculo, conforme:
Bj =
√
(xi − xj)2 − (yi − yj)2 (4.3)
na qual, xi e yi representam as coordenadas do veiculo i, e as compo-
nentes xj e yj representam as coordenadas do veiculo j.
De posse da func¸a˜o Bj , cada ve´ıculo calcula sua distaˆncia em
relac¸a˜o a cada vizinho presente em sua lista, sendo que, quanto maior
valor de Bj , mais pro´ximo a` borda do c´ırculo de comunicac¸a˜o o ve´ıculo
esta´. Portanto, melhor sera´ sua difusa˜o da mensagem de dados aos
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demais no´s da rede. Para Bj , define-se um limiar referente a` distaˆncia,
neste caso, este limiar e´ definido pelo raio de cobertura do no´ i.
A componente Dj da Equac¸a˜o 4.2 determina a densidade local
do no´ j. Quanto maior a densidade, maior sera´ seu valor. Para o valor
Dj , tambe´m e´ definido um limiar. Por meio do estudo do cena´rio a ser
utilizado, pode-se definir o valor ma´ximo de ve´ıculos ao redor de i que
ira˜o realmente auxiliar na retransmissa˜o da mensagem.
Este protocolo tambe´m apresenta a possibilidade de retransmi-
tir a mensagem em uma u´nica direc¸a˜o. Segundo Paula, Oliveira e No-
gueira (2010), em cena´rios rodovia´rios, muitas vezes ocorrem acidentes
e o mais certo a se fazer e´ informar os no´s que vem em direc¸a˜o ao aci-
dente, no caso, deve-se direcionar a retransmissa˜o da mensagem, assim
atendendo todos os no´s que va˜o de encontro ao acidente. Para realizar
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sendo que Drj define o sentido de direc¸a˜o do no´ j e pode ter o valor
+1 ou -1. Para definir o senso de direc¸a˜o, primeiro e´ obtido o sentido
do ve´ıculo j em relac¸a˜o ao ve´ıculo i. Stj e´ definida por,
Stj = dA(i,j) − dI(i,j) (4.5)
que e´ formada pela subtrac¸a˜o das componentes dA(i,j) e dI(i,j). A
primeira componente dA(i,j) determina a distaˆncia anterior ao envio da




(xi − xAj)2 − (yi − yAj)2 (4.6)
Ja´ a segunda componente determina a distaˆncia de i e j no ins-
tante do envio da mensagem de controle, sendo dada por:
dI(i,j) =
√
(xi − xIj)2 − (yi − yIj)2 (4.7)
Desta forma Stj podera´ assumir um valor positivo ou negativo.
Assim, pode-se definir a direc¸a˜o que j tem em relac¸a˜o ao no´ i. Valo-
res negativos determinam que o no´ j esta´ se distanciando do no´ i, ja´
valores positivos determinam que o no´ j esta´ se aproximando do no´
transmissor i. As componentes xI e yI representam a posic¸a˜o do no´
no instante tk, no qual foi realizado o envio da mensagem de controle,
ja´ as componentes xA e yA representam a posic¸a˜o do no´ no instante
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tk − 1, que e´ o instante anterior ao envio da mensagem de controle.
Ao descobrir qual e´ o sentido do no´ j, pode-se definir Drj por
meio do Algoritmo 1. No Algoritmo 1, pode-se perceber as componentes
pIj e pIi que representam a posic¸a˜o dos no´s i e j no instante t
k e a
componente Stj que e´ calculada atrave´s da Equac¸a˜o 4.5. A Figura 13
exemplifica a definic¸a˜o de Drj = +1, ou seja, apenas os ve´ıculos que
trafegam na via contra´ria ao acidente ira˜o obter W positivo.
Algorithm 1: Obtenc¸a˜o do valor de Drj
1 inicio
2 pIj ← Recupera posic¸a˜o no instante tk do no´ j ;
3 pIi ← Recupera posic¸a˜o no instante tk do no´ i;
4 Stj ← Recupera o sentido de direc¸a˜o do no´ j ;
5 se ((pIj > pIi) e (Stj < 0)) ou ((pIj < pIi) e (Stj ≥ 0)) enta˜o
6 retorna Drj = +1;
7 sena˜o
8 retorna Drj = -1;
Figura 13: Situac¸o˜es nas quais Drj retorna valor positivo.
Apo´s obter o valor de Wj , o no´ com maior peso W sera´ selecio-
nado para ser o retransmissor. Este processo se repete, sempre que for
necessa´rio transmitir ou retransmitir uma mensagem de dado na rede.
4.3 MO´DULO DE COMUNICAC¸A˜O
Para permitir que dois no´s se comuniquem, assume-se que cada
um deles tem capacidade de comunicac¸a˜o e processamento embarcado.
A comunicac¸a˜o entre os no´s da rede veicular ocorre por difusa˜o de
mensagens. Dois no´s que estejam dentro do raio de comunicac¸a˜o um
do outro podem se comunicar diretamente, ou seja, receber e enviar
mensagens um ao outro.
O raio de comunicac¸a˜o de um no´ i e´ denominado ri e define
uma a´rea de cobertura de comunicac¸a˜o descrita por um c´ırculo, no
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qual i encontra-se no centro e todos os no´s que estejam dentro deste
c´ırculo sa˜o denominados vizinhos ou membros da vizinhanc¸a do no´ i.
Os vizinhos dentro do raio de comunicac¸a˜o de um no´ sa˜o ditos vizinhos
a um salto de comunicac¸a˜o deste no´; e aqueles que esta˜o dentro 2ri
sa˜o denominados vizinhos a dois saltos e assim sucessivamente. Neste
trabalho sa˜o utilizadas apenas as informac¸o˜es dos vizinhos a um salto
de distaˆncia, com o objetivo de diminuir a quantidade de mensagens de
controle utilizadas para obtenc¸a˜o de informac¸o˜es sobre a vizinhanc¸a.
Conforme mencionado, assume-se que cada no´ esta´ equipado com
um dispositivo de localizac¸a˜o (GPS). Este dispositivo proveˆ ao no´ i um
relo´gio local, no qual, um instante de tempo tk e´ um elemento de T e
tki indica o instante em que a k-e´sima mensagem foi gerada pelo no´ i.
As mensagens do protocolo sa˜o difundidas utilizando canais de
comunicac¸a˜o na˜o confia´veis, ou seja, uma mensagem difundida por um
no´ pode na˜o ser recebida por algum dos seus vizinhos. Diante disto sa˜o
utilizadas as mensagens de controle CM, para que os no´s que na˜o rece-
beram certa mensagem possam avisar seus vizinhos do na˜o recebimento
da mensagem. Pore´m, assume-se que uma mensagem quando recebida,
sempre e´ correta. Os tipos de mensagens e premissas adotadas em sua
difusa˜o sa˜o apresentados nas pro´ximas sec¸o˜es.
4.3.1 Envio e Recepc¸a˜o de Mensagens de Controle e de Dados
O mo´dulo de comunicac¸a˜o e´ responsa´vel pela difusa˜o e recepc¸a˜o
de dois tipos distintos de mensagens: mensagens de controle (beacons) e
mensagens de dados que representam os alertas. Cada no´ difunde men-
sagens de controle de forma aperio´dica, atrave´s da func¸a˜o Enviar(). O
tipo de mensagem de controle a ser enviada depende do recebimento de
outras mensagens de controle ou da necessidade de enviar uma mensa-
gem de alerta. Toda mensagem de controle e´ composta por uma tupla
de dados e conte´m informac¸o˜es do no´ que a esta´ difundindo e/ou sobre
sua vizinhanc¸a. Esta mensagem e´ utilizada pelos no´s para determinar
suas pro´prias ac¸o˜es, por exemplo, definir o no´ responsa´vel pela retrans-
missa˜o de uma mensagem a ser difundida. Os alertas sa˜o difundidos
pelo no´ que tem a necessidade de gerar um alerta e esta mensagem e´
retransmitida somente pelo no´ escolhido pelo transmissor.
A func¸a˜o Receber(m) permanece continuamente recebendo as
mensagens difundidas pelos vizinhos de um no´. Assim que uma men-
sagem e´ recebida, esta e´ encaminhada para o mo´dulo de determinac¸a˜o
da vizinhanc¸a ou para o mo´dulo de comunicac¸a˜o.
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As mensagens de controle sa˜o encaminhadas e tratadas no mo´-
dulo de determinac¸a˜o de vizinhanc¸a, no qual, os dados de cada vizinho
sa˜o armazenados em uma lista de vizinhos. No entanto, as mensagens
de dados sa˜o encaminhadas para o mo´dulo de comunicac¸a˜o que decide
se ira´ trata´-la, retransmiti-la ou descarta´-la.
As mensagens de controle sa˜o utilizadas pelos no´s fixos e mo´-
veis para reconhecerem suas respectivas vizinhanc¸as e eventualmente
excluir uma mensagem de dados da rede. Estes beacons sa˜o muito
menores comparados as mensagens de dados (alertas). Os no´s mo´veis
usam esta vizinhanc¸a para determinar quais sa˜o os no´s mais aptos para
retransmitir um alerta.
Neste protocolo sa˜o utilizadas treˆs mensagens de controle, CM,
RQ e MR. A mensagem de controle CM encapsula informac¸o˜es do
no´ e permite que sejam criadas listas de vizinhos, a mensagem CM e´
trocada de forma aperio´dica e, de acordo com a densidade da rede,
as trocas de CM s acontecem em menor quantidade quando a lista de
vizinho na˜o e´ atualizada com frequeˆncia, assim evitando mensagens de
controle desnecessa´rias. Uma mensagem de controle CM e´ composta
pelos campos presentes na Tabela 3.
Tabela 3: Mensagem de Controle CM
Campo Descric¸a˜o
Emi Enderec¸o MAC do no´
Di Densidade local do no´
pAi Posic¸a˜o anterior ao instante t
k do no´ i
pIi Posic¸a˜o no instante t
k do no´ i
Vi Velocidade do no´ i no instante t
k
Idk Identificador u´nico da u´ltima mensagem recebida pelo no´
Tpk Tipo da mensagem (CM )
Na Tabela 3, o campo Emi e´ utilizado na lista de vizinhos e
representa a identificac¸a˜o u´nica do no´. O campo Di armazena o total
de no´s que esta˜o a um salto de distaˆncia do no´ i, pAi a posic¸a˜o anterior
ao instante tk do no´ i, pIi armazena a posic¸a˜o no instante t
k do no´ i, ja´
o campo Vi conte´m a velocidade instantaˆnea do no´ i. Por fim, o campo
Idk tem o papel de informar aos no´s receptores a u´ltima mensagem
recebida pelo no´ i, assim o no´ receptor podera´ verificar se o no´ i deixou
de receber algum alerta, ao verificar esta situac¸a˜o o no´ (receptor) j
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difunde o alerta, assim o no´ i e´ atendido.
No Algoritmo 2 sa˜o apresentados os passos para que a mensagem
CM seja gerada. Caso o per´ıodo αi expire e o tamanho da lista de
vizinhos Ni seja menor que ThD, a mensagens CM sera´ enviada. O
processo de recebimento da mensagem de controle CM sera´ explicado
em detalhes no Algoritmo 8.
Algorithm 2: Envio CM
1 inicio
2 αi ← Per´ıodo definido de acordo com a densidade local de i;
3 se ((αi = 0) e (sizeof(Ni) < ThD)) enta˜o
4 Emi ← Enderec¸o MAC do no´;
5 Dj ← Densidade local do no´;
6 pAi ← Posic¸a˜o anterior ao instante tk do no´ j ;
7 pIi ← Posic¸a˜o no instante tk do no´ j ;
8 Vi ← Velocidade do no´ i no instante tk;
9 Idk ← Identificador u´nico da u´ltima mensagem recebida pelo no´;
10 Tpk ← Tipo da mensagem (CM )
11 CM ← GeraCM (Emi, Di, Tpk, pAi, pIi, Vi, Idk);
12 Enviar(CM );
A mensagem de controle RQ e´ utilizada para forc¸ar a troca de
informac¸o˜es entre os no´s pro´ximos a um no´ que pretende difundir um
alerta na rodovia pela primeira vez. O no´ i ao perceber que deve enviar
um alerta, gera a mensagem de controle RQ e a difunde na rede. Ao
receber essa mensagem, o no´ j e´ forc¸ado a difundir a mensagem de
controle CM, desta forma, o no´ i recebe novas informac¸o˜es sobre sua
vizinhanc¸a e pode definir o no´ que sera´ o retransmissor do alerta em um
segundo momento. Os campos presentes na mensagem de controle RQ
sa˜o apresentados na Tabela 4 e o Algoritmo 3 mostra os passos para
que a mensagem RQ seja gerada. Ja´ o Algoritmo 4 mostra o processo
executado por um no´ que recebe uma mensagem de controle RQ.
Algorithm 3: Envio RQ
1 inicio
2 /* Sensor do ve´ıculo detectou evento e alerta foi gerado */
3 se (Existe alerta a ser enviado) enta˜o
4 Emi ← Enderec¸o MAC do no´;
5 Tpk ← Tipo da mensagem RQ;
6 RQ← GeraRQ(Emi, Tp);
7 Enviar(RQ);
A mensagem de controle MR e´ utilizada para sinalizar os no´s
de que um alerta difundido teve seu tempo de vida expirado. O no´
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Algorithm 4: Recebimento RQ
1 inicio
2 Tarefa: T1 /* Recepc¸a˜o RQ */
3 ao receber mensagem de controle RQ
4 se (i recebeu RQ) enta˜o
5 Emi ← Enderec¸o MAC do no´;
6 Dj ← Densidade local do no´;
7 pAi ← Posic¸a˜o anterior ao instante tk do no´ j ;
8 pIi ← Posic¸a˜o no instante tk do no´ j ;
9 Vi ← Velocidade do no´ i no instante tk;
10 Idk ← Identificador u´nico da u´ltima mensagem recebida pelo no´;
11 Tpk ← Tipo da mensagem (CM )
12 CM ← GeraCM (Emi, Di, Tpk, pAi, pIi, Vi, Idk);
13 Enviar(CM );
Tabela 4: Mensagem de Controle RQ
Campo Descric¸a˜o
Emi Enderec¸o MAC do no´ i
Tpk Tipo da mensagem (RQ)
transmissor, ao perceber que o tempo de vida do alerta k expirou,
difunde essa mensagem pela rede para que os no´s presentes na rede
retirem de circulac¸a˜o o alerta k. Os no´s, ao receberem essa sinalizac¸a˜o,
prontamente retiram o alerta k da lista de alertas, assim evitando que
a mesma seja difundida novamente. A mensagem MR e´ composta pela
tupla: < Idk, t
k
i , Tpk > conforme a Tabela 5, o campo Idk armazena
o identificador u´nico do alerta a ser revogado, ja´ o campo tki armazena
o timestamp referente ao momento que a mensagem foi revogada. No
Algoritmo 5 sa˜o apresentados os passos realizados para que a mensagem
MR seja gerada.
Tabela 5: Mensagem de Controle MR
Campo Descric¸a˜o
Idk Identificador u´nico do alerta k
tki Timestamp
Tpk Tipo da mensagem (MR)
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Algorithm 5: Envio MR
1 inicio
2 MAl ← Conjunto de mensagens de alertas recebidos pelo no´ l;
3 l← No´ responsa´vel por gerar mensagens MR;
4 para cada Alerta ∈MAl hacer
5 Status.Evento← verifica(Alerta);
6 /* l verifica se o evento ainda e´ verdadeiro */
7 se (Status.Evento = falso) enta˜o
8 Idk ← Alerta.Idk;
9 tki ← Alerta.tki ;
10 MR← GeraMR(Idk, tki , Tp);
11 Enviar(MR);
A mensagem de dados existente neste protocolo e´ chamada de
alerta e e´ utilizada para sinalizar problemas presentes na rodovia, como
acidentes, congestionamentos, etc. Esta mensagem e´ composta pela
tupla representada na Tabela 6.
Tabela 6: Mensagem de Dados - Alerta
Campo Descric¸a˜o
Idk Identificador u´nico do alerta
Emi Enderec¸o MAC do no´
Tpk Tipo do alerta
Dsk Descric¸a˜o
xi, yi Coordenadas
Tvk Tempo de vida na rede da mensagem k
tki Timestamp
Tag Armazena 0 ou 1, 1 determina que a mensagem e´ um XOR
Emj Enderec¸o MAC do no´ escolhido (Retransmissor)
Cada alerta gerado tem um identificador u´nico definido pela apli-
cac¸a˜o. Este identificador e´ armazenado no campo Idk e e´ gerado atrave´s
da utilizac¸a˜o de uma func¸a˜o hash (o algoritmo SHA1 - Secure Hash Al-
gorithm). Esta func¸a˜o produz uma sequeˆncia de bits de tamanho fixo
a partir do mapeamento dos bits pertencentes a`s informac¸o˜es armaze-
nadas nos campos Emi, t
k
i e Dsk, conforme descrito na equac¸a˜o




na qual Emi e´ a sequeˆncia de bits que representa o enderec¸o MAC da
ma´quina que criou o alerta; tki e´ a sequeˆncia de bits que representa a
data e hora em que o alerta foi enviado; e Dsk e´ a sequeˆncia de bits
que representa as informac¸o˜es adicionais sobre o alerta.
O identificador u´nico da mensagem e´ utilizado na comparac¸a˜o de
alertas. Esta comparac¸a˜o e´ feita pela aplicac¸a˜o com o objetivo de evitar
o envio de alertas ja´ emitidos e a repetic¸a˜o de alertas disponibilizados
aos condutores. O segundo campo da mensagem de dados, chamado de
Emi, e´ responsa´vel por armazenar o enderec¸o MAC no no´ que criou o
alerta e tem seu tamanho estipulado em 48 bits1.
Ja´ o campo Tpk armazena o co´digo referente ao tipo de alerta a
ser emitido, com um tamanho de 10 bits. Os tipos de alertas dependera˜o
dos tipos de sensores instalados no ve´ıculo e esta˜o fora do escopo deste
trabalho. Este campo tem capacidade de armazenar 10 bits, suficiente
para representar um co´digo de treˆs d´ıgitos. A descric¸a˜o do alerta a ser
enviado e´ armazenada no campo Dsk, esse campo e´ capaz de armazenar
1.600 bits, ou seja, duzentos caracteres ASCII. A utilizac¸a˜o desse campo
permite aumentar o n´ıvel de detalhamento do alerta a ser enviado.
Para armazenar a longitude e a latitude do local onde houve a
ocorreˆncia, foi criado o campo xi, yi, com tamanho estipulado em 256
bits, suficiente para armazenar as informac¸o˜es obtidas pelo GPS. O
campo tki da mensagem e´ responsa´vel por armazenar a data e hora na
qual o sensor detectou o evento. Possui o tamanho de 32 bits. Tvk
armazena o tempo de vida que a mensagem k deve ter na rede. O
campo tki deve ser verificado no recebimento da mensagem de alerta,
sendo utilizado como meio para garantir que a mensagem de alerta foi
recentemente criada (freshness). Desta forma, e´ poss´ıvel evitar que
mensagens antigas que na˜o refletem mais a situac¸a˜o atual da rodovia
sejam retransmitidas. O campo Tagk e´ utilizado para armazenar o valor
0 ou 1 e serve para determinar se a mensagem e´ derivada da operac¸a˜o
lo´gica XOR entre duas mensagens de dados (Alerta 1 ⊕ Alerta 2 ).
O u´ltimo campo presente no alerta e´ o campo Emj . Este campo e´
responsa´vel por armazenar o enderec¸o MAC do no´ escolhido para ser o
retransmissor do alerta.
Como pode ser observado no Algoritmo 6, o qual apresenta os
passos para a criac¸a˜o e disseminac¸a˜o da mensagem de alerta na rede,
se o sensor localizado no ve´ıculo detectar algum evento e (linha 6), a
aplicac¸a˜o ira´ obter as coordenadas do GPS e o tipo de alerta emitido,
conforme demonstrados nas linhas (7 a 8). Caso o evento detectado
1Tamanho suficiente para representar um enderec¸o MAC que e´ composto por
doze d´ıgitos hexadecimais.
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seja um evento ainda na˜o reportado (linha 14), a aplicac¸a˜o ira´ obter a
data e hora (linha 15) e criara´ um ID u´nico da mensagem (linha 16).
Por fim, sera´ gerada a mensagem (linha 21), a qual sera´ repassada aos
vizinhos (linha 22) que esta˜o no seu raio de cobertura, para alerta´-los
sobre o perigo relatado.
Algorithm 6: Envio Alerta
1 inicio
2 MAi ← Conjunto de mensagens de alertas recebidos pelo no´ i;
3 Emi ← Identificador u´nico do ve´ıculo;
4 Nj
i
← Conjunto de no´s vizinhos j no raio de cobertura do no´ i;
5 ei ← Eventos detectados pelos sensores do ve´ıculo i;
6 se (i detectar e) enta˜o
7 xi, yi ← Obter coordenadas;
8 Tpk ← Obter tipo do alerta(e)
9 Tagk ← 0; /* Define Tvk de acordo com Tpk
10 /* Ve´ıculo i verifica se ja´ recebeu uma mensagem (Alerta)
reportando evento e */
11 para cada Alerta ∈MAi hacer
12 Tpold ← Alerta.Tp;
13 xi, yiold ← Alerta.xi, yi;
14 /* Evento ainda na˜o reportado. Alerta e´ criado e disseminado
na rede */
15 se (Tpold 6= Tp) e (xi, yiold 6= xi, yi) enta˜o
16 tki ← Obter Data/Hora;
17 Idk ← Calcula Hash(Emi, tki , Ds);
18 /* Gera a mensagem RQ */
19 Enviar(RQ);
20 /* Atualiza vizinhanc¸a de acordo com os dados obtidos
nas trocas de mensagens CM */
21 /* Seleciona retransmissor */
22 Alerta← Gera(Idk, Emi, Tpk, Ds, xi, yi, Tvk, tki ,
Tagk, Emj);
23 Enviar(Alerta);
4.3.2 Envio de Mensagens de Controle Adaptativo
Nesta proposta a mensagem de controle utilizada pelo no´ i para
obter informac¸o˜es de sua vizinhanc¸a e´ a mensagem CM. Em abordagens
estudadas no Cap´ıtulo 3 esta mensagem tambe´m existe e funciona de
forma perio´dica. Esta caracter´ıstica acaba por interferir no funciona-
mento da rede, ja´ que em determinados cena´rios a troca de mensagens
de controle de forma perio´dica pode causar uma quantidade elevada
de coliso˜es de pacotes, por exemplo, em cena´rios com alta densidade
de ve´ıculos. Para diminuir a quantidade de mensagens de controle em
cena´rios densos buscou-se uma nova abordagem, este trabalho utiliza
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mensagens de controle aperio´dicas. Estas mensagens teˆm como base um
per´ıodo minimo entre retransmisso˜es, pore´m este per´ıodo se adapta de
acordo com a densidade local do no´ (linha 2 nos Algoritmos 2 e 6).
Quanto maior a densidade local do no´, maior sera´ o per´ıodo entre re-
transmisso˜es da mensagem de controle, desta forma em cena´rios de
congestionamento os no´s deixara˜o o canal de comunicac¸a˜o livre mais
tempo para que possa ser utilizado por uma transmissa˜o de alerta.
Para que o no´ i possa calcular este per´ıodo a cada mudanc¸a de
densidade local e´ utilizada a seguinte equac¸a˜o:
αi = (Pf + (Di.TpV ))−Random[0, 0.002] (4.9)
na qual, a componente Pf representa um per´ıodo fixo minimo
igual a todos os no´s pertencentes na rede (ex. 150 ms), ja´ a componente
Di determina a densidade local do no´ j (ve´ıculos na vizinhanc¸a de j ),
TpV define o tempo que cada ve´ıculo acrescenta ao cena´rio e, por fim, a
componente Random[0, 0.002] tem papel de gerar um offset com valor
entre 0 e 2 ms no per´ıodo αi. O offset e´ criado para diminuir a chance
de dois ou mais no´s terem o mesmo per´ıodo entre retransmisso˜es e
acabar por gerar coliso˜es de pacotes na rede.
O per´ıodo αi e´ calculado sempre que a densidade local do no´
i for alterada. No Algoritmo 7 podemos observar como esse processo
ocorre. A tarefa T1 ao ser realizada define se foi ou na˜o inserido novo
vizinho na lista de vizinhos, caso tenha sido inserido novo vizinho, o no´
i ira´ calcular seu per´ıodo αi por meio da Equac¸a˜o 4.9, caso contra´rio o
no´ i mantem seu per´ıodo αi anterior ao recebimento da mensagem de
controle, ja´ que na˜o houve mudanc¸a em sua lista de vizinhos.
Algorithm 7: Calculo de αi
1 inicio
2 αi ← Per´ıodo definido de acordo com a densidade local de i;
3 Pf ← Per´ıodo minimo;
4 Di ← Densidade local do no´;
5 NovoV izinho← falso;
6 Tarefa: T1 /* Recepc¸a˜o de atualizac¸a˜o de dados */
7 ao receber mensagem de controle
8 Atualizar(lista de vizinhos)
9 NovoV izinho← Atualizar(lista de vizinhos);
10 se (NovoV izinho = verdadeiro)) enta˜o
11 retorna αi ← Calculaαi(Pf , Di);
12 sena˜o
13 retorna /* Mantem αi anterior */;
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4.3.3 Mecanismo de Codificac¸a˜o de Rede
Segundo Ahlswede et al. (2000), em uma rede unicast, o rote-
amento e´ suficiente para atingir o fluxo ma´ximo da rede. Pore´m, em
redes broadcast, a codificac¸a˜o de rede pode ser necessa´ria. Trabalhos
como (OLIVEIRA et al., 2011) e (CRUZ et al., 2012) mostram que a utili-
zac¸a˜o da codificac¸a˜o de rede pode melhorar o roteamento de mensagens
em redes veiculares. Seu funcionamento foi abordado anteriormente na
Sec¸a˜o 2.6.
Neste trabalho a operac¸a˜o XOR e´ utilizada em cena´rios nos quais
existem mais de uma mensagem de dados na rede. Desta forma, os
no´s podem armazenar estas mensagens em suas listas de alertas. Por
exemplo, o no´ i tem em sua posse duas mensagens existentes na rede
Alerta 1 e Alerta 2, em um determinando momento este no´ i recebe uma
primeira mensagem de controle CM de um no´ j vizinho. Enta˜o o no´ i
dispara um tempo de espera relativamente pequeno, pore´m suficiente
para receber mais mensagens de controle de outros vizinhos a sua volta.
Este tempo de espera e´ chamado de TeCMmax. Durante este tempo
de espera, o no´ i recebe um conjunto de mensagens de controle (MCi)
de outros vizinhos e, ao expirar TeCMmax, i verifica que um grupo de
no´s vizinhos na˜o recebeu a mensagem Alerta 1 e um segundo grupo de
vizinhos na˜o recebeu a mensagem Alerta 2. Ao verificar esta situac¸a˜o,
o no´ i calcula a porcentagem de no´s vizinhos que requisitaram o Alerta





Ao verificar que a porcentagem de no´s requerentes do Alerta 1
esta´ dentro do limiar definido por [Intinicial, Intfinal], o no´ i realiza a
operac¸a˜o lo´gica XOR entre as duas mensagens (Alerta 1 ⊕ Alerta 2 ).
O limiar [Intinicial, Intfinal] e´ configura´vel. Ao calcular Pxor,
e´ obtida a porcentagem de ve´ıculos que requisitaram Alerta 1. Por
exemplo, caso o limiar definido seja [40 %, 60 %] e 50 % dos vizinhos
tenham requisitado o Alerta 1 sera´ realizada a operac¸a˜o XOR entre
as mensagens; caso contra´rio as mensagens sera˜o difundidas separada-
mente. A operac¸a˜o XOR e´ realizada bit a bit em cada mensagem. O
processo para definir se deve ser ou na˜o realizada a operac¸a˜o XOR pode
ser observado no Algoritmo 8.
No Algoritmo 8 pode-se observar que ao verificar a existeˆncia de
mais de uma mensagem vigente na rede e que Pxor esta´ contido em
[Intinicial, Intfinal], o no´ i gera o XOR das mensagens e o envia. Ao
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Algorithm 8: Recebimento CM e Operac¸a˜o XOR
1 inicio
2 MAi ← Conjunto de mensagens de alertas recebidos pelo no´ i;
3 MCi ← Lista de mensagens de controle recebidas durante o
TeCMmax;
4 LAi ← Lista tempora´ria de mensagens de controle CM ;
5 Envioltima← falso;
6 cont← 0;
7 intervalo← [Intinicial, Intfinal] /* intervalo de probabilidade */;
8 Tarefa: T1 /* Recepc¸a˜o de atualizac¸a˜o de dados */
9 ao receber mensagem de controle
10 se (i recebeu CM) enta˜o
11 /* i aguarda o tempo de espera TeCMmax expirar */
12 /* O no´ i armazena todas as mensagens de controle recebidas na
lista MCi ate´ que o tempo de espera TeCMmax expire */
13 repita
14 se (CM.Idk = 0) enta˜o
15 se (EnvioU´ltima = falso) enta˜o




20 /* Verifica a pro´xima mensagem de controle CM */
21 sena˜o
22 se (CM.Idk ∈ MAi) enta˜o
23 se (CM.Idk 6∈ LAi) enta˜o
24 LAi ← Recupera alerta de MAi;
25 cont++;
26 sena˜o
27 CM ← GeraCM (Emi, Di, Tpk, pAi, pIi, Vi, Idk);
28 Enviar(CM );
29 ate´ fim de MCi;
30 se (cont > 1) enta˜o
31 TamMCi ← sizeof (MCi);
32 TotalAlerta1← Recupera o total de vezes que o Alerta1
aparece em MCi;
33 Pxor ← CalculaPxor(TamMCi, TotalAlerta1);
34 se (Pxor ∈ intervalo) enta˜o
35 Alerta← GeraXOR(LAi);
36 Enviar(Alerta);
37 MAi ← Alerta;
38 sena˜o
39 repita
40 Alerta← Recupera alerta de LAi;
41 Enviar(Alerta);
42 ate´ fim de LAi;
43 sena˜o
44 Alerta← Recupera alerta de LAi;
45 Enviar(Alerta);
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gerar o XOR das duas mensagens, o alerta recebe em seu campo Tagk,
o valor 1. Desta forma, fica sinalizado que a mensagem e´ um XOR
de duas outras mensagens, e o no´ receptor pode realizar o processo
inverso, obtendo a mensagem que ainda na˜o havia recebido. Com este
mecanismo, a quantidade de retransmisso˜es pode ser diminu´ıda. Esta
diminuic¸a˜o pode ocorrer pelo fato que i na˜o tera´ que realizar duas
vezes o processo de retransmissa˜o de mensagens. Com a codificac¸a˜o de
rede o protocolo proposto pode, em determinados cena´rios, atender no´s
vizinhos com menos retransmisso˜es.
4.3.4 Lista de Mensagens
A lista de mensagens, denominada neste trabalho como MAi, e´
responsa´vel por armazenar as mensagens de dados (alertas) recebidas
pelo no´ i. Esta lista e´ atualizada cada vez que uma nova mensagem e´
recebida e/ou quando uma mensagem tem seu tempo de vida conclu´ıdo,
desta forma a mensagem e´ retirada na lista. O no´ i ao receber uma
mensagem de controle MR, verifica se MR.Idk existe em sua lista MAi,
caso exista, esta mensagem deve ser retirada da lista. O processo e´
descrito no Algoritmo 9.
Algorithm 9: Remoc¸a˜o de Mensagem da Lista MAi
1 inicio
2 MAl ← Conjunto de mensagens de alertas recebidos pelo no´ l;
3 Timestampi ← Recupera Data/Hora no instante i;
4 retirada← falso;
5 Tarefa: T1 /* Recepc¸a˜o de MR */
6 ao receber mensagem de controle
7 se (i recebeu MR) enta˜o
8 se (MR.Idk ∈ MAi) enta˜o
9 retirada← retirar(MR.Idk);
10 se ((Timestampi − Alerta.tki ) > Alerta.Tvk) enta˜o
11 retirada← retirar(MR.Idk);
12 Idk ← Alerta.Idk;
13 tki ← Alerta.tki ;
14 MR← GeraMR(Idk, tki , Tp);
15 Enviar(MR);
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4.4 MO´DULO DE DETERMINAC¸A˜O DA VIZINHANC¸A
O mo´dulo de Determinac¸a˜o da Vizinhanc¸a e´ responsa´vel pela
atualizac¸a˜o da lista de vizinhos, na qual, cada no´ i armazena os dados
dos vizinhos j, de quem tenha recebido uma mensagem de controle CM.
Uma vez que um no´ j faz parte da lista de vizinhos de um no´ i, esse
permanece na lista ate´ que uma das estrate´gias implementadas pelo
mecanismo de determinac¸a˜o de vizinhanc¸a o remova.
As estrate´gias implementadas neste mo´dulo procuram minimizar
o impacto que a mobilidade e a comunicac¸a˜o teˆm sobre a manutenc¸a˜o
da vizinhanc¸a de um no´. Isto e´ feito em duas fases: primeiro um
mecanismo de detecc¸a˜o de conectividade avalia se os vizinhos de um
no´ i ainda esta˜o dentro de sua da a´rea de cobertura de comunicac¸a˜o; e
segundo, um mecanismo de adaptac¸a˜o de tempo de espera (adaptative
timeout) procura evitar que atrasos e perda de sinalizac¸o˜es levem a
frequentes remoc¸o˜es e reinserc¸o˜es de no´s na lista de vizinhos.
A correta determinac¸a˜o de quais vizinhos esta˜o ativos dentro da
a´rea de cobertura de comunicac¸a˜o de um no´, reduz o nu´mero de atrasos
e perda de mensagens entre os processos, ale´m de auxiliar no processo
da determinac¸a˜o do no´ retransmissor. Para isso, o mecanismo de deter-
minac¸a˜o de vizinhanc¸a e´ constitu´ıdo pelo algoritmo de atualizac¸a˜o de
vizinhanc¸a. O algoritmo de atualizac¸a˜o de vizinhanc¸a e´ representado
em pseudoco´digo no Algoritmo 10.
Algorithm 10: Remoc¸a˜o de Vizinho
1 inicio
2 Tarefa: T1 /* Difusa˜o de Mensagens de Controle */
3 Montar a mensagem CM
4 Difunde uma mensagem CM a cada Ts segundos
5 Tarefa: T2 /* Recepc¸a˜o de atualizac¸a˜o de dados */
6 ao receber mensagem de controle
7 Atualizar(lista de vizinhos)
8 Tarefa: T3 /* Remoc¸a˜o do no´ j da vizinhanc¸a de i */
9 repita
10 Quando βj expira /* timeout do vizinho j expirou */
11 se (DC(i,j)) = verdadeiro enta˜o
12 retorna βi,j ← Calcular novo tempo de espera
13 sena˜o
14 retorna Remover no´ j da lista de vizinhos;
15 ate´ sempre;
O Algoritmo 10 e´ composto por treˆs tarefas executadas simulta-
neamente. A primeira tarefa, (linhas 2 a 4), realiza a gerac¸a˜o e recepc¸a˜o
de mensagens de controle CM, cujo campos foram descritos na Subse-
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c¸a˜o 4.3.1. Na segunda tarefa, atualiza-se a lista de vizinhos Ni a partir
dos dados das mensagens recebidas (linhas 5 a 7). A u´ltima tarefa e´
responsa´vel pela recuperac¸a˜o ou pela eliminac¸a˜o de um no´ da lista de
vizinhos (linhas 8 a 15). Nesta tarefa, quando o tempo de espera βj ex-
pira, o no´ i avalia atrave´s da estimativa de validade do enlace DC(i,j),
a permaneˆncia do no´ j em sua lista de vizinhos. As premissas avaliadas
na tarefa T3, sa˜o apresentadas nas subsec¸o˜es a seguir.
4.4.1 Lista de Vizinhos
Toda vez que um no´ i receber uma mensagem de controle CM
de um vizinho j, devera´ atualizar a sua lista de vizinhos Ni. A lista
de vizinhos tem papel importante no funcionamento do protocolo, pois
armazena informac¸o˜es pertinentes para a escolha do no´ que devera´ ser
o retransmissor do alerta em um segundo momento. O no´ i, ao receber
uma mensagem de controle CM, obte´m as informac¸o˜es e as adiciona na
lista de vizinhos. No momento em que o no´ precise gerar ou retrans-
mitir um alerta, caso seja um no´ escolhido para retransmitir, este no´
i ira´ percorrer sua lista de vizinhos e obter os valores necessa´rios para
realizar, por exemplo, a escolha de um no´ retransmissor.
4.4.2 Mecanismo de Adaptac¸a˜o dos Tempos de Espera
A comunicac¸a˜o nas redes VANETs e´ normalmente realizada pela
difusa˜o perio´dica de mensagens. Entretanto, nesta proposta a difusa˜o
passa a ser aperio´dica e adaptativa de acordo com a densidade existente
ao redor do no´ transmissor. O timeout βj , calculado em cada no´ i, define
um tempo de espera para que cada um de seus vizinhos j entregue a
pro´xima mensagem de controle. Assume-se inicialmente que existe um
per´ıodo fixo entre as retransmisso˜es da mensagem de controle CM e
este per´ıodo e´ modificado de acordo com a Equac¸a˜o 4.9. Por meio da
obtenc¸a˜o da densidade local Dj de j e´ poss´ıvel determinar o tempo
de espera de uma mensagem de controle que sera´ enviada por j. Para
determinar este tempo e´ utilizada uma variac¸a˜o da Equac¸a˜o 4.9, dada
por:
βj = Pf + (Dj .TpV ), (4.11)
no qual, Pf e´ o per´ıodo entre retransmisso˜es inicial fixo e igual a todos
os no´s pertencentes a rede. Ja´ a componente Dj determina a densi-
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dade local do no´ j e TpV define o tempo que cada ve´ıculo representa
no cena´rio. Quando um no´ adapta seu tempo de espera por uma sina-
lizac¸a˜o de um vizinho, este lida melhor com as mudanc¸as nas condic¸o˜es
de comunicac¸a˜o da rede e reduz o nu´mero de enlaces perdidos.
4.4.3 Detector de Conectividade
Ale´m de adaptar o tempo de espera as condic¸o˜es do meio f´ısico
das redes veiculares, o protocolo desenvolvido propo˜e um mecanismo
para detectar a conectividade entre os no´s. O detector de conectivi-
dade busca estimar a posic¸a˜o dos vizinhos, dos quais se tenha perdido
alguma mensagem de controle e determinar se o no´ vizinho ainda se
encontra em sua a´rea de cobertura de comunicac¸a˜o. A estimativa de
conectividade e´ realizada pelo algoritmo a seguir. Para estimar se um
enlace de comunicac¸a˜o permanece va´lido entre dois vizinhos, o no´ i uti-
liza informac¸o˜es deste e as que ja´ esta˜o armazenadas na lista Ni. As
informac¸o˜es utilizadas sa˜o: a u´ltima posic¸a˜o e velocidade conhecidas
do vizinho j, ale´m de sua posic¸a˜o anterior no instante tk − 1, o raio
de comunicac¸a˜o ri e o timestamp da u´ltima sinalizac¸a˜o deste vizinho
que foi recebido pelo no´ i (linhas 1 a 8). Caso o timestamp das infor-
mac¸o˜es do no´ j respeite o limite de tempo NSth, no qual se considera
as informac¸o˜es deste va´lida, realiza-se o processo que define a posic¸a˜o
estimada de j.
Antes de obter Pej deve-se descobrir se o no´ j esta´ se aproxi-
mando ou se distanciando do no´ i. Para obter esta informac¸a˜o e´ usada
a Equac¸a˜o 4.5 (linhas 10 e 11). O resultado obtido por esta equac¸a˜o e´
submetido ao Algoritmo 12.
Stj podera´ assumir dois valores +1 ou -1. O valor positivo deter-
mina que o no´ j esta´ se distanciando do no´ i e o valor negativo define
que o no´ j esta´ se aproximando de i. Desta forma, e´ poss´ıvel determinar
a posic¸a˜o estimada de j por meio da Equac¸a˜o 4.13. Apo´s definir Stj , o
Algoritmo 11 busca obter a distaˆncia percorrida por j (linhas 12 e 13)
dentro do espac¸o de tempo delimitado por tlastj e t
k
i , para definir Dpj
e´ utilizada a seguinte equac¸a˜o:
Dpj = (t
k
i − tlastj ).Vj , (4.12)
A estimava da posic¸a˜o do no´ j (linha 14) e´ mensurada atrave´s da
func¸a˜o CalculaPosicaoE () (linha 15) e esta func¸a˜o faz uso da seguinte
equac¸a˜o:
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Algorithm 11: Detector de Conectividade
1 inicio
2 enlace← Inva´lido;
3 tki ← Tempo atual em i;
4 tlastj ← U´ltimo timestamp recebido do vizinho j ;
5 Vj ← U´ltimo velocidade conhecida de j ;
6 pIi ← Posic¸a˜o atual do no´ i;
7 pIj ← U´ltima posic¸a˜o conhecida do no´ j ;
8 pAj ← Posic¸a˜o anterior conhecida do no´ j ;
9 se (tki − tlastj ) ≤ NSth enta˜o
10 /* Sentido do no´ j */
11 Stj ← CalculaSt(pIi, pIj , pAj);
12 /* Calcula distaˆncia percorrida de j */
13 Dpj ← CalculaDp(tlastj , tki , Vj);
14 /* Calcula posic¸a˜o estimada j */
15 Pej ← CalculaPosicaoE(pIj , pIi, Dpj , Stj);
16 se ( Pej ≤ ri) enta˜o
17 retorna enlace← va´lido;
18 sena˜o
19 retorna enlace← inva´lido;
Algorithm 12: Obtenc¸a˜o do valor de Stj
1 inicio
2 Stj ← Recupera o sentido de direc¸a˜o do no´ j ;
3 se (Stj ≥ 0)) enta˜o
4 retorna Stj = -1;
5 sena˜o
6 retorna Stj = +1;
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Pej =
∣∣dI(i,j) + (Dpj .Stj)∣∣ , (4.13)
na qual, a componente dIi,j e´ definida pela Equac¸a˜o 4.7, ja´ as
componentes Dpj e Stj sa˜o definidas respectivamente pelas Equac¸o˜es
4.12 e 4.5.
Se a diferenc¸a entre as posic¸o˜es de i e j for menor que o raio
de comunicac¸a˜o de i, este considera o enlace va´lido, caso contra´rio o
enlace sera´ inva´lido (linhas 17 e 19).
4.5 CONSIDERAC¸O˜ES FINAIS
A utilizac¸a˜o das redes veiculares inclui aplicac¸o˜es para prover se-
guranc¸a aos condutores dos ve´ıculos. Estas aplicac¸o˜es visam minimizar
acidentes e melhorar as condic¸o˜es do tra´fego concedendo informac¸o˜es
u´teis por meio de mensagens de dados, como por exemplo, problemas
na pista, avisos de colisa˜o, ponto de congestionamento, entre outros.
No entanto, e´ necessa´rio prover confiabilidade na entrega des-
tas mensagens de dados. O protocolo proposto foi desenvolvido com
o objetivo de aumentar esta confiabilidade, atrave´s de um misto de
mecanismos, ale´m de prover confiabilidade na entrega das mensagens.
Este busca minimizar o impacto que mensagens de controle provocam
em cena´rios com alta densidade, por meio de um protocolo adaptativo.
Este cap´ıtulo descreveu o protocolo proposto que visa prover
confiabilidade na entrega de mensagens da rede que faz uso de uma
aplicac¸a˜o voltada a disseminac¸a˜o de alertas. As premissas a serem
adotadas, o detalhamento das mensagens do protocolo e da aplicac¸a˜o
foram definidos e especificados. Todos os mecanismos empregados no
protocolo proposto tambe´m foram apresentados, juntamente com seus




5 SIMULAC¸A˜O E ANALISE DOS RESULTADOS
Este cap´ıtulo tem como objetivo descrever o projeto de expe-
rimentos executado para avaliar o protocolo proposto e apresentar os
resultados das simulac¸o˜es com suas respectivas ana´lises. A confiabili-
dade do protocolo e´ avaliada por meio da taxa do sucesso da entrega
dos alertas, nu´mero de coliso˜es de pacotes, da mobilidade e densidade
dos no´s da rede e lateˆncia da rede. Desta forma foi poss´ıvel definir
o impacto do uso deste protocolo na rede veicular. Os experimentos
simulados serviram para avaliar se utilizac¸a˜o dos mecanismos para pro-
ver confiabilidade ao protocolo na˜o prejudica a entrega dos alertas pela
aplicac¸a˜o.
Este cap´ıtulo, primeiramente, apresenta o ambiente de simulac¸a˜o
com uma breve descric¸a˜o dos simuladores de rede e de tra´fego veicular
escolhido para os experimentos, bem como uma descric¸a˜o dos paraˆme-
tros desses simuladores. Os paraˆmetros adotados na aplicac¸a˜o desen-
volvida e no protocolo proposto tambe´m sa˜o descritos. Em seguida, o
projeto de experimentos utilizados para a avaliac¸a˜o com suas me´tricas
e´ apresentado. Por fim, os resultados obtidos nos experimentos e uma
ana´lise destes sa˜o descritos.
5.1 AMBIENTE DE SIMULAC¸A˜O
O funcionamento de um protocolo pode ser verificado de diversas
formas, dentre estas se destacam as simulac¸o˜es, que tem como objetivo
reproduzir o comportamento do protocolo e da aplicac¸a˜o implementada,
visto que a`s vezes os custos dos testes em ambientes reais podem ser
bastante elevados. Ale´m disso, a utilizac¸a˜o de simuladores permite um
controle melhor sobre o ambiente como a repetic¸a˜o dos experimentos
considerando diferentes cena´rios (por exemplo, a densidade de ve´ıculos).
5.1.1 Simulador de Rede Escolhido
O OMNeT++ (Objective Modular Network Testbed in C++)
e´ um simulador de eventos discretos para modelagem de redes de co-
municac¸a˜o, que baseia-se, fundamentalmente, no conceito de mo´dulos,
facilitando deste maneira a criac¸a˜o de diferente protocolos, modelos ou
topologia de redes. Neste simulador, as simulac¸o˜es podem ser execu-
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tadas via linha de comando ou com interface gra´fica interativa, que
facilita as simulac¸o˜es complexas e em grande escala (VARGA, 2013).
No que diz respeito aos protocolos e padro˜es de comunicac¸a˜o de
rede, estes na˜o sa˜o implementados pelo OMNeT, ficando isso a cargo
de mo´dulos adicionais. O INET framework e´ um destes mo´dulos adi-
cionais, sendo um pacote open source no qual ha´ va´rios protocolos de
redes cabeadas e sem fio ja´ implementados, tais como, UDP, TCP, IP,
OSPF, 802.11 entre outros. O INET framework e´ tambe´m o mo´dulo
mais utilizado na comunicac¸a˜o sem fio, ale´m de possuir uma vasta do-
cumentac¸a˜o relacionada a este, o que colabora para o desenvolvimento
ra´pido de novos mo´dulos.
A escolha pelo simulador OMNeT++/INET foi devido a este
ter uma interface clara que facilita o desenvolvimento das aplicac¸o˜es,
permitindo tambe´m o uso de frameworks espec´ıficos para redes veicu-
lares, ale´m de sua ampla utilizac¸a˜o no meio acadeˆmico. Outro fator
importante para a escolha, e´ que este simulador pode trabalhar bidire-
cionalmente acoplado com geradores de tra´fegos, como por exemplo, a
ferramenta SUMO (Simulation of Urban Mobility), o que facilita as si-
mulac¸o˜es mais detalhadas sobre os efeitos de determinados paraˆmetros
sobre o tra´fego na rede.
5.1.2 Simulador de Tra´fego
Com o objetivo de tornar as simulac¸o˜es mais realistas, foi utili-
zada a ferramenta geradora de cena´rios de mobilidade SUMO (Simu-
lation of Urban Mobility). Esta ferramenta destaca-se por poder ser
integrada ao simulador OMNET++ (acoplamento bidirecional), ale´m
de ser amplamente utilizada em pesquisas acadeˆmicas na a´rea de redes
veiculares (VANETs). Conforme Dressler et al. (2008), a ferramenta
possibilita a criac¸a˜o manual de mapas, a importac¸a˜o de mapas, e a
criac¸a˜o de va´rias classes de ve´ıculos (oˆnibus, carros e motos), carac-
terizadas pelo seu comprimento, valores de acelerac¸a˜o e desacelerac¸a˜o,
velocidade ma´xima e imperfeic¸a˜o do condutor. O SUMO destaca-se
ainda por permitir a realizac¸a˜o de ultrapassagens, sempre que a via da
esquerda esteja livre, retornando a sua faixa logo apo´s a ultrapassagem.
A facilidade de configurac¸a˜o dos cena´rios de mobilidade, a facili-
dade de implementac¸a˜o dos experimentos e a possibilidade, em tempo
real, da integrac¸a˜o com o simulador de rede OMNeT, foram os princi-
pais fatores que justificaram a escolha deste como ferramenta de simu-
lac¸a˜o de tra´fego adotada.
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5.1.3 Paraˆmetros do Simulador de Redes
Os paraˆmetros do simulador de redes (OMNeT++/INET) foram
definidos de forma que todas as comunicac¸o˜es na rede fossem realiza-
das conforme o padra˜o IEEE 802.11g. Embora exista o padra˜o 802.11p
(DSCR/WAVE) desenvolvido especialmente para as redes veiculares,
este na˜o foi adotado, pois a implementac¸a˜o deste no OMNeT++/INET
e´ bem recente e pouco difundida (nenhum trabalho acadeˆmico que
utiliza este simulador fez uso dessa implementac¸a˜o). Apesar disto,
procurou-se usar paraˆmetros que emulem algumas caracter´ısticas do
padra˜o 802.11p.
A Tabela 7 lista os paraˆmetros de configurac¸a˜o do simulador de
rede OMNeT++/INET, para atender os requisitos desejados. Tais pa-
raˆmetros foram configurados de forma a seguir as caracter´ısticas apre-
sentadas do datasheet do Acess Point Cisco Aironet 1260. As confi-
gurac¸o˜es feitas tambe´m tiveram como objetivo, manter a integridade
dos pacotes enviados, prevenindo que estes se transformem em ru´ıdo.
Como as transmisso˜es sa˜o feitas por meio de broadcast, foram desabili-
tados o RTS e o CTS. Para simular a propagac¸a˜o das ondas de ra´dio,
o modelo de espac¸o livre simples foi utilizado.















5.1.4 Cena´rio de Mobilidade
Neste trabalho, o modelo de mobilidade a ser utilizado foi o aco-
plamento bidirecional entre um simulador de rede e um gerador de
tra´fego. Este modelo permite movimentos realistas, a obtenc¸a˜o de in-
formac¸o˜es sobre o comportamento dos no´s e facilita a analise dos resul-
tados. Este modelo de mobilidade tambe´m permite a parametrizac¸a˜o
da rede e das aplicac¸o˜es desenvolvidas. Nas simulac¸o˜es que utilizam
esse modelo de mobilidade, dois processos interdependentes sa˜o exe-
cutados simultaneamente, ou seja, o simulador de rede e o simulador
de tra´fego. Ambos os processos compartilham dados como a posic¸a˜o e
a velocidade dos ve´ıculos simulados. Informac¸o˜es atualizadas sobre o
movimento de ve´ıculos simulados sa˜o trocadas em intervalos regulares.
Segundo Dressler et al. (2008), a simulac¸a˜o bidirecional acoplada geral-
mente consiste de duas fases alternadas. Na primeira fase a simulac¸a˜o
da rede envia as alterac¸o˜es de paraˆmetros para a simulac¸a˜o do tra´fego,
alterando o comportamento do condutor ou atributos referentes a` es-
trada e que influenciam as deciso˜es dos ve´ıculos. Ja´ na segunda fase, em
intervalos regulares, a simulac¸a˜o do tra´fego executa ca´lculos de tra´fego
com base nesses novos paraˆmetros e envia atualizac¸o˜es dos movimentos
dos ve´ıculos para a simulac¸a˜o da rede.
A modelagem em simulac¸o˜es bidirecionalmente acopladas de-
pende da intercomunicac¸a˜o intensa das ferramentas de simulac¸a˜o usando
diferentes interfaces. Ja´ na modelagem de simulac¸o˜es de trac¸os artifi-
ciais, o gerador de tra´fego cria estes trac¸os para que posteriormente
sejam utilizados na simulac¸a˜o da rede. Em simulac¸o˜es que utilizam
movimentos aleato´rios, o modelo de mobilidade pode ser implemen-
tado no pro´prio simulador de rede, dispensando ferramentas geradoras
de tra´fego, como pode-se observar na Figura 14.
5.1.4.1 Cena´rio de Mobilidade Desenvolvido
O desenvolvimento do cena´rio de mobilidade utilizado nos expe-
rimentos pode ser dividido em treˆs fases: inicialmente, criou-se a via
de circulac¸a˜o dos ve´ıculos, recorrendo ao gerador de tra´fego SUMO; em
seguida, foram criadas e caracterizadas as diferentes classes de ve´ıculos
utilizadas na simulac¸a˜o; finalmente, na u´ltima fase, utilizando nova-
mente o gerador de tra´fego SUMO, foram gerados os movimentos dos
ve´ıculos, obtendo-se assim o cena´rio de mobilidade necessa´rio para as
simulac¸o˜es.
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Figura 14: Te´cnicas de modelagem de mobilidade para a simulac¸a˜o de
protocolos e aplicac¸o˜es para VANETs.
Recorrendo ao comando netconvert da ferramenta SUMO, foi
implementado um trecho real da rodovia BR-101 entre os munic´ıpios
de Itapema e Porto Belo no estado de Santa Catarina, que se encontra
a aproximadamente 50 km de distaˆncia de Floriano´polis. Este trecho
de 5 km pode ser observado na Figura 15. O trecho e´ composto por
dois sentidos e duas faixas para cada sentido, tendo quatro faixas de ro-
dagem no total, com uma velocidade ma´xima estipulada em 110 km/h.
O tra´fego dia´rio normal neste trecho segundo o Posto Policial Rodo-
via´rio Federal1 do munic´ıpio de Itapema e´ de 60 mil ve´ıculos, sendo
constitu´ıdo por ve´ıculos de passeio de 2 eixos, ve´ıculos destinados ao
transporte de carga, com ate´ 6 eixos, ve´ıculos destinados ao transporte
de passageiros, com ate´ 3 eixos e, por fim, de motocicletas.
De modo a tentar recriar o conjunto de ve´ıculos que circulam
no trecho entre os munic´ıpios de Itapema e Porto Belo, foram defini-
das quatro classes de ve´ıculos, sendo distingu´ıveis no seu comprimento,
velocidade ma´xima, probabilidade, imperfeic¸a˜o do condutor2, taxa de
acelerac¸a˜o e desacelerac¸a˜o (ver Tabela 8):
• Classe 1: os ve´ıculos desta classe representam os carros que
1Por meio de contato telefoˆnico com o Posto da Policia Rodovia´ria Federal loca-
lizado no km 143 da rodovia BR-101, foram obtidos os dados referentes ao fluxo de
ve´ıculos no trecho. Contato: (47) 33682055.
2O paraˆmetro imperfeic¸a˜o do condutor, pode assumir valores entre 0 e 1 e de-
termina como o condutor reage a certas situac¸o˜es, por exemplo, em que momento
tomar a decisa˜o de ultrapassar outro veiculo.
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Figura 15: Trecho real entre os munic´ıpios de Itapema e Porto Belo.
trafegam na via e sa˜o caracterizados por uma velocidade ma´xima
de 30,6 m/s (110 km/h), valores de acelerac¸a˜o e desacelerac¸a˜o
sa˜o de 3 m/s2 e 6 m/s2 respectivamente, um comprimento de
5 m. Esta classe representa aproximadamente 65% dos ve´ıculos
que compo˜em o cena´rio. Seu paraˆmetro de comportamento do
condutor e´ de 0,5;
• Classe 2: os ve´ıculos que pertencem a esta classe caracterizam-se
por serem mais lentos que os da classe anterior, atingido apenas
os 22,3 m/s (80 km/h), sendo parametrizados com valores de ace-
lerac¸a˜o e desacelerac¸a˜o de 1 m/s2 e 4 m/s2 respectivamente, um
comprimento de 15 m e seu paraˆmetro para o comportamento
do condutor esta´ em 0,75. Esta classe corresponde aproximada-
mente a 26% dos ve´ıculos que circulam na rede e representam
caminho˜es;
• Classe 3: os ve´ıculos que pertencem a esta classe caracterizam-se
por se aproximar das caracter´ısticas da classe anterior, atingem
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um velocidade ma´xima de 22,3 m/s (80 km/h), sendo parame-
trizados com valores de acelerac¸a˜o e desacelerac¸a˜o de 1 m/s2 e 4
m/s2 respectivamente, um comprimento de 15 m e seu paraˆme-
tro para o comportamento do condutor esta´ em 0,5. Esta classe
corresponde aproximadamente a 8% dos ve´ıculos que circulam na
rede e representam oˆnibus; e
• Classe 4: por fim, 1% dos ve´ıculos que restam no cena´rio de
mobilidade fazem parte da Classe 4, que representam motocicle-
tas. Nesta classe, os ve´ıculos atingem uma velocidade ma´xima de
30,6 m/s (110 km/h), parametrizados com acelerac¸a˜o de 3 m/s2
e uma taxa de desacelerac¸a˜o de 6 m/s2, apresentando 3 m de
comprimento e comportamento do condutor em 0,5.
Apo´s realizar a definic¸a˜o da via de circulac¸a˜o e caracterizar as
quatro classes de ve´ıculos, definiu-se a quantidade e a distribuic¸a˜o dos
ve´ıculos que fazem parte da simulac¸a˜o. Foi definido um alcance de ra´dio
para os ve´ıculos de 300 m, ou seja, sempre que um ve´ıculo estiver a uma
distaˆncia igual ou inferior a 300 m de outro, considera-se que existe uma
ligac¸a˜o f´ısica entre ambos. Foram implementados alguns cena´rios de
simulac¸a˜o de modo a representar cinco valores de densidade diferentes
para a vizinhanc¸a dos ve´ıculos. Em todos os cena´rios, o comprimento
da auto-estrada e´ mantido em 5 km.
Tabela 8: Caracter´ısticas dos ve´ıculos.
Paraˆmetros Classe 1 Classe 2 Classe 3 Classe 4
Tamanho (m) 5 15 15 3
Vel. Ma´xima (m/s) 30,6 22,3 22,3 30,6
Acelerac¸a˜o (m/s2) 3 1 1 3
Desacelerac¸a˜o (m/s2) 6 4 4 6
Probabilidade (%) 65 26 8 1
Imperfeic¸a˜o do Condu-
tor (σ)
0,5 0,75 0,5 0,5
Apo´s a definic¸a˜o das quatro classes de ve´ıculos e suas caracter´ıs-
ticas, definiu-se a quantidade e a distribuic¸a˜o dos ve´ıculos que fazem
parte da simulac¸a˜o. Para observar o comportamento do protocolo pro-
posto diante de diferentes quantidades de ve´ıculos na rodovia, nas simu-
lac¸o˜es, foram consideradas diferentes densidades de ve´ıculos. As densi-
dades de ve´ıculos foram definidas a partir de uma quantidade ma´xima
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de ve´ıculos repassados pela Pol´ıcia Rodovia´ria Federal que foi de 2500
ve´ıculos/hora ou 250 ve´ıculos em 360 segundos (tempo da simulac¸a˜o),
sendo o valor me´dio de ve´ıculos/hora aqui considerado de 3000 ve´ıculos.
Nas simulac¸o˜es, foram considerados os seguintes valores de densidade
de ve´ıculo: 1000, 2000, 3000, 4000 e 5000 ve´ıculos/hora, considerando
os dois sentidos da rodovia. Estes fluxos simulam os tra´fegos esparso
(1000 e 2000), me´dio (3000 e 4000) e denso (5000). Cabe ressaltar que
em todos os cena´rios, o tamanho da autoestrada e´ mantido em 5 km.
Na Tabela 9 sa˜o apresentados os cena´rios de densidades de ve´ı-
culos na rede que foram simulados, considerando os dois sentidos da
rodovia. Os elementos C1, C2, C3 e C4, presentes na Tabela 9, re-
presentam as classes de ve´ıculos 1, 2, 3 e 4, respectivamente. Estes
cena´rios diferem apenas na quantidade de ve´ıculos que circulam na ro-
dovia, respeitando a proporc¸a˜o apresentada na Tabela 8.
Tabela 9: Quantidade de ve´ıculos existentes em cada um dos cena´rios
simulados.
Cena´rio C1 C2 C3 C4 No´s/360 s2 No´s/Hora
Cena´rio 1 65 26 8 1 100 1000
Cena´rio 2 130 52 16 2 200 2000
Cena´rio 3 195 78 24 3 300 3000
Cena´rio 4 260 104 32 4 400 4000
Cena´rio 5 325 130 40 5 500 5000
5.1.5 Paraˆmetros da Aplicac¸a˜o Desenvolvida
Em todos os cena´rios simulados, conforme descrito na Tabela
10, existem duas unidades de acostamento (RSUs) responsa´veis pela
propagac¸a˜o de alertas aos ve´ıculos que na˜o receberam sinalizac¸o˜es pela
forma convencional, desta forma buscou-se mitigar o problema do no´
oculto. Uma foi posicionada no in´ıcio do quiloˆmetro um e a outra no
in´ıcio do quiloˆmetro treˆs.
Foi considerado, para fins de simulac¸a˜o, um evento dentro da
a´rea simulada. Este evento indica a existeˆncia de um acidente na pista
e esta´ localizado no quiloˆmetro dois e meio da a´rea de simulac¸a˜o, de
um total de cinco quiloˆmetros.
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Tabela 10: Paraˆmetros Aplicac¸a˜o.
Paraˆmetros Valores
Dimensa˜o da Rede 5000 metros
Quantidade de ve´ıculos/hora 1000 - 2000 - 3000 - 4000 - 5000
Quantidade de RSUs 2
Posic¸a˜o RSU 1 1000 metros
Posic¸a˜o RSU 2 3000 metros
Posic¸a˜o do evento 2500 metros
5.1.6 Paraˆmetros do Protocolo
Para a simulac¸a˜o do protocolo, a fim de avaliar a confiabilidade,
foi necessa´rio configurar diversos paraˆmetros. Os paraˆmetros utilizados
e seus valores podem ser vistos na Tabela 11.








5.1.7 Paraˆmetros do Ambiente Computacional
Todas as simulac¸o˜es realizadas durante o desenvolvimento deste
trabalho foram feitas numa ma´quina com processador Intel Core I5 com
dois nu´cleos, cada qual com frequeˆncia de clock de 3,2 GHz, 4GB de
memo´ria RAM e sistema operacional Microsoft Windows 7 de 64 bits.
120
5.2 PROJETO DE EXPERIMENTOS
Com o objetivo de avaliar (1) a confiabilidade do protocolo de-
senvolvido perante outras abordagens e (2) o impacto dos mecanismos
implementados no desempenho da rede em diferentes condic¸o˜es de tra´-
fego. O objetivo dos experimentos foi de avaliar a confiabilidade do
protocolo ao entregar um alerta aos no´s da rede e tambe´m avaliar os
impactos decorrentes do uso dos mecanismos implementados na efica´-
cia e eficieˆncia da protocolo e da rede veicular. A seguir, tem-se uma
descric¸a˜o do projeto de experimentos.
5.2.1 Projeto para Avaliar a Efica´cia do Protocolo Proposto
Estes experimentos visam avaliar os impactos decorrentes do uso
dos mecanismos implementados na efica´cia e na eficieˆncia da Protocolo
Proposto. Para isto quatro diferentes me´tricas sa˜o avaliadas.
As me´tricas utilizadas para avaliar os impactos sa˜o:
• Total de ve´ıculos que recebem a mensagem de alerta (efica´cia):
Para cada cena´rio de variac¸a˜o de densidade de ve´ıculos simulado,
deve ser obtido o total de ve´ıculos que recebem a mensagem de
alerta. Esta me´trica tem como objetivo verificar se a mensagem
foi recebida pela maioria dos ve´ıculos, desta forma determinar a
confiabilidade do Protocolo Proposto;
• Total de pacotes gerados: Para avaliar se os mecanismos desen-
volvidos para diminuir a quantidade de mensagens desnecessa´rias
na rede surtem efeito perante cena´rios com densidades diferentes;
• Coliso˜es de pacotes: Para avaliar o impacto na eficieˆncia do Pro-
tocolo Proposto e´ importante verificar a quantidade de coliso˜es
de pacotes na rede. A colisa˜o de pacotes acontece toda a vez que
dois ou mais ve´ıculos tentam transmitir dados ao mesmo tempo,
tendo como consequeˆncia a diminuic¸a˜o do desempenho na rede e
podendo ate´ prejudicar a efica´cia do protocolo; e
• Tempo e distaˆncia do recebimento do alerta: Representa o tempo
apo´s a criac¸a˜o do alerta ate´ o recebimento deste pelos ve´ıculos
participantes da rede e a distaˆncia do local do evento. Desta
forma, e´ poss´ıvel verificar se os condutores tera˜o tempo ha´bil
para reagir com seguranc¸a a uma situac¸a˜o inesperada.
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5.3 RESULTADO E ANA´LISE DOS EXPERIMENTOS
Para obtenc¸a˜o destes resultados, foram realizadas cinco simula-
c¸o˜es para cada cena´rio de densidade (1000, 2000, 3000, 4000 e 5000
ve´ıculos/hora) e uma me´dia aritme´tica simples dos resultados de cada
cena´rio foi calculada. Todos os resultados apresentados dos experimen-
tos possuem 95 % de intervalo de confianc¸a. E, conforme ja´ descrito
anteriormente, foi considerado um tempo de simulac¸a˜o de 6 minutos
(360 segundos). Tambe´m nesta sec¸a˜o sa˜o avaliados e discutidos os re-
sultados obtidos atrave´s dos experimentos das simulac¸o˜es.
5.3.1 Resultado e Ana´lise da Quantidade de No´s Atendidos
Ao analisar os dados gerados pela ferramenta OMNeT++, poˆde-
se verificar qual foi a quantidade de no´s atendidos em cada um dos
cena´rios simulados. A premissa do Protocolo Proposto e´ atender a
todos os no´s existentes na rede para que todos os condutores tenham
tempo de reagir a esta situac¸a˜o com seguranc¸a. A Tabela 12 apresenta
o nu´mero de ve´ıculos que receberam a mensagem de alerta considerado
o Protocolo Proposto em comparac¸a˜o com a abordagem de Broadcast
Puro e o impacto provocado pelo uso do protocolo nesta me´trica de
efica´cia.
Tabela 12: Quantidade de Ve´ıculos - Porcentagem de Mensagens de
Alertas Recebidas
Densidade (ve´ıculos/hora) Broadcast Puro Protocolo Proposto
1000 93 % 100 %
2000 92,5 % 100 %
3000 92,3 % 100 %
4000 92 % 100 %
5000 91,2 % 100 %
Conforme apresentado na Tabela 12, o Protocolo Proposto di-
ante da abordagem Broadcast Puro, obteve bom desempenho, o qual
mostrou que o Protocolo Proposto pode prover confiabilidade em todos
os cena´rios simulados. O Protocolo Proposto entregou o alerta a todos
os no´s presentes na rede. O impacto provocado pelo uso do Protocolo
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Proposto para disseminar informac¸o˜es a todos os no´s da rede fica claro
em cena´rios com alta densidade, no qual o impacto chegou a 8,8 %, ao
comparar o Protocolo Proposto com a abordagem Broadcast Puro.
Diante dos resultados obtidos na comparac¸a˜o entre o Proto-
colo Proposto e a abordagem de Broadcast Puro, buscou-se compa-
rar o Protocolo Proposto com as seguintes abordagens estudadas neste
trabalho: Asynchronous Fixed Repetition (AFR), Asynchronous p-
persistent Repetition (APR) e Density-aware Reliable Broadcasting
Protocol (DECA). O gra´fico da Figura 16 apresenta a taxa de ve´ı-
culos que receberam a mensagem de alerta em relac¸a˜o ao nu´mero total
de ve´ıculos na rodovia para cada uma das abordagens e em cada um
dos cena´rios.
Figura 16: Porcentagem de Ve´ıculos que receberam a mensagem de
dados (Alerta) - Broadcast Puro, AFR, APR, DECA e Protocolo Pro-
posto
Apo´s obter todos os resultados referentes a confiabilidade de cada
uma das abordagens, pode-se verificar que as abordagens DECA e Pro-
tocolo Proposto manteˆm a entrega das mensagens de dados em 100 %
em todos os cena´rios simulados. Para efeito de comparac¸a˜o, buscou-se
um cena´rio espec´ıfico com uma configurac¸a˜o de carga na qual as abor-
dagens deixam de entregar 100 % das mensagens. Estes cena´rios podem
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ser observados na Figura 17.
Figura 17: Porcentagem de Ve´ıculos que receberam a mensagem de
dados (Alerta) - DECA e Protocolo Proposto
Na Figura 17 pode-se observar que a abordagem DECA deixa
de entregar 100 % das mensagens de dados ja´ no cena´rio com 800 ve´ı-
culos/hora, neste cena´rio o Protocolo Proposto ainda consegue manter
a confiabilidade, pore´m o Protocolo Proposto chega ao seu limite no
cena´rio com densidade de 500 ve´ıculos/hora, o Protocolo Proposto de-
grada sua confiabilidade em 2 %, ja´ o protocolo DECA degrada ainda
mais sua confiabilidade ao compararmos com o Protocolo Proposto. Es-
tes cena´rios sa˜o improva´veis de ocorrer no cena´rio real estudado neste
trabalho. O Protocolo Proposto faz uso de RSUs e por este motivo
consegue manter sua confiabilidade por mais cena´rios que o protocolo
DECA. Em cena´rios com densidades muito baixas, a possibilidade de
que esses cena´rios gerem situac¸o˜es como, por exemplo o no´ oculto, e´
alta. Desta forma ao utilizar os no´s fixos (RSU) ao longo da via o Pro-
tocolo Proposto mitiga este problema em boa parte dos cena´rios com
baixa densidade, ao contra´rio das outras abordagens que na˜o fazem uso
deste mecanismo.
Em todas as densidades de ve´ıculos simuladas neste trabalho,
que podem ocorrer no cena´rio real, os no´s que trafegavam em ambos os
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sentidos receberam o alerta por meio da utilizac¸a˜o do Protocolo Pro-
posto. Logo, o Protocolo Proposto mostrou-se 100 % eficaz ao atender
a todos os no´s que trafegavam na via, mesmo em situac¸o˜es extremas,
por exemplo, densidade de 5000 ve´ıculos a cada uma hora, ou um nu´-
mero muito inferior de ve´ıculos que de fato trafegam no trecho, 600
ve´ıculos/hora.
5.3.2 Resultado e Ana´lise da Quantidade de Coliso˜es e Perdas
de Pacotes
Uma colisa˜o de pacotes acontece sempre que dois ou mais ve´ıcu-
los tentam enviar dados ao mesmo tempo. Como pode ser observado
atrave´s das simulac¸o˜es, quanto maior o nu´mero de ve´ıculos na rodovia,
consequentemente, sera´ maior a quantidade de mensagens enviadas e
maiores sera˜o as coliso˜es de pacotes. Nas Tabelas 13 e 14 podem ser
observados o total de pacotes gerados, (Alertas + Beacons) no caso do
Protocolo Proposto, total de coliso˜es geradas e a proporc¸a˜o de coliso˜es
diante o total de pacotes gerados em cada um dos cena´rios para as
abordagens Protocolo Proposto e Broadcast Puro.
Tabela 13: Quantidade de Pacotes Gerados e Coliso˜es geradas por ce-
na´rios - Broadcast Puro
Densidade (ve´ı-
culos/hora)
Pacotes Gerados Coliso˜es Proporc¸a˜o de
Coliso˜es
1000 985 89 9,1 %
2000 2346 356 15,2 %
3000 5020 943 18,8 %
4000 7292 1545 21,2 %
5000 9684 2692 27,8 %
Ao observar a Tabela 15, pode-se verificar a proporc¸a˜o de coliso˜es
geradas pelas abordagens estudadas em cada um dos cena´rios. Ja´ a
Figura 18, ilustra a comparac¸a˜o entre as abordagens, a qual apresenta
o nu´mero de pacotes colididos na rede para cinco diferentes densidades
de ve´ıculos.
Ao analisar os dados gerados pelo simulador, poˆde-se observar
que quanto maior a densidade de ve´ıculos na rodovia, maior a quan-
tidade de pacotes colididos na rede (Figura 18); isto e´ consequeˆncia
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Tabela 14: Quantidade de Pacotes Gerados e Coliso˜es Geradas Por
Cena´rios - Protocolo Proposto
Densidade (ve´ı-
culos/hora)
Pacotes Gerados Coliso˜es Proporc¸a˜o de
Coliso˜es
1000 9863 828 8,4 %
2000 10103 1333 13,2 %
3000 18890 3060 16,2 %
4000 20239 3784 18,7 %
5000 28446 6059 21,3 %
Tabela 15: Proporc¸a˜o de Coliso˜es - Broadcast Puro, AFR, APR, DECA
e Protocolo Proposto
Densidade (v/h) B. Puro APR AFR P. Proposto DECA
1000 9,1 % 10,2 % 11,5 % 8,4 % 9,8 %
2000 15,2 % 16,5 % 17,4 % 13,2 % 16,2 %
3000 18,8 % 19,7 % 20,1 % 16,2 % 19,1 %
4000 21,2 % 21,2 % 23,4 % 18,7 % 20,5 %
5000 27,8 % 30,8 % 31,1 % 21,3 % 24,9 %
do maior nu´mero de mensagens geradas por cada ve´ıculo. Observa-se
tambe´m, conforme Figura 18, que o Protocolo Proposto gera uma quan-
tidade maior de pacotes e consequentemente uma quantidade maior de
coliso˜es, frente as abordagens Broadcast Puro, AFR e APR. Isso ocorre,
pois o Protocolo Proposto faz uso da troca de beacons para obter in-
formac¸o˜es sobre os no´s vigentes na rede.
A troca de informac¸o˜es que ocorre no Protocolo Proposto por
meio da mensagem CM que e´ enviada de forma adaptativa, quanto
maior for a densidade, maior sera´ o per´ıodo e caso essa densidade seja
maior que o limiar, a mensagem CM deixa de ser propagada. O envio
da mensagem CM acontece de forma aperio´dica e tambe´m utiliza-se
um offset para evitar que dois ou mais no´s enviem mensagens de con-
trole ao mesmo tempo. Assim, medidas como as citadas anteriormente
contribuem para que a proporc¸a˜o de coliso˜es frente a` quantidade de
mensagens geradas seja menor que a existente nas abordagens simula-
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Figura 18: Total de coliso˜es - Broadcast Puro, AFR, APR, DECA e
Protocolo Proposto
das.
Dentre todas as abordagens comparadas, apenas o protocolo
DECA utiliza beacons e fica claro que a utilizac¸a˜o de beacons perio´-
dicos por parte da abordagem DECA acaba por degradar a rede, gera
uma quantidade alta de mensagens de controle na rede, consequente-
mente uma quantidade maior de coliso˜es. Ainda sim, o DECA obteve
uma proporc¸a˜o menor de coliso˜es que outras abordagens que buscam
prover confiabilidade como, por exemplo AFR e APR.
Nas simulac¸o˜es do Protocolo Proposto no cena´rio com densidade
de 5000 ve´ıculos/hora, apenas 21,3 % das mensagens geradas sofrem co-
lisa˜o, ao comparar com a abordagem AFR, pode-se verificar que a pro-
porc¸a˜o de coliso˜es diminui 9,8 % em um ambiente com alta densidade
de ve´ıculos. Os mecanismos implementados no Protocolo Proposto ti-
nham como objetivo diminuir as mensagens de controle em cena´rios
com alta densidade, por meio da adaptabilidade, isso fica claro quando
sa˜o analisados os cena´rios simulados, quanto maior a densidade, maior e´
a diferenc¸a na proporc¸a˜o de coliso˜es quando comparadas as abordagens
Protocolo Proposto, Broadcast Puro, AFR, APR e DECA.
Todavia, mesmo com o acre´scimo de mensagens geradas e coli-
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so˜es, os mecanismos implementados no Protocolo Proposto na˜o preju-
dicam significativamente o desempenho do protocolo, visto que os ve´ı-
culos recebem a mensagem de alerta independentemente da densidade
existente no cena´rio.
5.3.3 Resultado e Ana´lise do Tempo da Entrega do Alerta
Disseminado
As Tabelas 16, 17, 18 e 19 apresentam o tempo, em segundos,
do atraso ma´ximo e a distaˆncia (metros) em que um ve´ıculo recebeu
pela primeira vez a mensagem de alerta sobre o evento ocorrido. Este
experimento foi realizado para determinar se o atraso gerado pelos me-
canismos implementados no Protocolo Proposto podem ou na˜o influ-
enciar no tempo para que o condutor possa tomar uma decisa˜o com
seguranc¸a. Foram simuladas as abordagens DECA, Broadcast Puro,
AFR e APR afim de comparar com o Protocolo Proposto.
Tabela 16: Tempo de recebimento Mensagem de Dados (Atraso Ma´-
ximo x Distaˆncia) - Cena´rio 5000 ve´ıculos/hora
Protocolo Atraso Ma´ximo (s) Distaˆncia (m)
Broadcast Puro 2,57 2810
DECA 2,62 2886
Protocolo Proposto 2,66 2903
AFR 3,28 1650
APR 4,02 822
Neste experimento o objetivo e´ analisar o tempo decorrido apo´s
a criac¸a˜o do alerta ate´ o recebimento deste pelos ve´ıculos participantes
da rede. Pode-se perceber que o maior atraso proporcionado pelo Pro-
tocolo Proposto em todos os cena´rios foi 2,73 segundos e o ve´ıculo que
recebeu a mensagem estava a 2891 metros da ocorreˆncia, caso o ve´ıculo
represente a Classe 1, a velocidade ma´xima e´ de 110 km/h, enta˜o o
condutor do ve´ıculo tera´ ate´ um minuto e meio para realizar uma mu-
danc¸a em sua trajeto´ria ou frear o ve´ıculo. Ao comparar o Protocolo
Proposto com as abordagens simuladas, o atraso ma´ximo gerado pelo
Protocolo Proposto e´ igual ao atraso ma´ximo gerado pela abordagem
DECA e superior apenas a` abordagem Broadcast Puro, as abordagens
AFR e APR obtiveram atrasos maiores em todos os cena´rios simulados.
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Tabela 17: Tempo de recebimento Mensagem de Dados (Atraso Ma´-
ximo x Distaˆncia) - Cena´rio 4000 ve´ıculos/hora
Protocolo Atraso Ma´ximo (s) Distaˆncia (m)
Broadcast Puro 2,58 2809
DECA 2,67 2872
Protocolo Proposto 2,71 2899
AFR 3,32 1648
APR 4,05 819
Tabela 18: Tempo de recebimento Mensagem de Dados (Atraso Ma´-
ximo x Distaˆncia) - Cena´rio 2000 ve´ıculos/hora
Protocolo Atraso Ma´ximo (s) Distaˆncia (m)
Broadcast Puro 2,59 2809
DECA 2,71 2869
Protocolo Proposto 2,72 2893
AFR 3,37 1641
APR 4,11 817
Tambe´m fica claro que quanto maior a quantidade de ve´ıculos,
menor e´ o atraso, isso corre, pois em cena´rios mais densos existem
menos espac¸os livres nas vias, desta maneira, e´ formado um canal de
comunicac¸a˜o mais esta´vel, ja´ em cena´rios mais esparsos, a comunicac¸a˜o
fica dependente da te´cnica store-and-forward que consiste em armaze-
nar as mensagens para uma retransmissa˜o posterior, assim aumentando
o atraso em cena´rios com pouca densidade.
Pode-se concluir que o Protocolo Proposto gera atraso na re-
transmissa˜o das mensagens de sinalizac¸a˜o, pore´m este atraso na˜o pre-
judica a tomada de decisa˜o do condutor, tendo em vista que o protocolo
desenvolvido obteve o segundo menor atraso e a maior distaˆncia entre
todas as abordagens estudadas.
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Tabela 19: Tempo de recebimento Mensagem de Dados (Atraso Ma´-
ximo x Distaˆncia) - Cena´rio 1000 ve´ıculos/hora
Protocolo Atraso Ma´ximo (s) Distaˆncia (m)
Broadcast Puro 2,58 2808
DECA 2,73 2867
Protocolo Proposto 2,73 2891
AFR 3,41 1635
APR 4,13 815
5.3.4 Resultado e Ana´lise do Mecanismos de Codificac¸a˜o de
Rede
Para verificar o funcionamento do Protocolo Proposto utilizando
o mecanismo de codificac¸a˜o de rede, a operac¸a˜o lo´gica XOR, foi defi-
nido um novo cena´rio, no qual foi utilizada a densidade de 3000 ve´ıcu-
los/hora, foram mantidas as estruturas das vias e paraˆmetros de simu-
lac¸a˜o. A principal func¸a˜o deste mecanismo e´ diminuir a quantidade de
retransmisso˜es das mensagens de dados existentes na rede veicular sem
degradar a confiabilidade do protocolo. Na Tabela 20 sa˜o apresentados
os cena´rios simulados. As simulac¸o˜es sa˜o iniciadas com o povoamento
das listas de mensagens dos no´s, na Tabela 20, por exemplo, no Cena´-
rio 1 45 % dos no´s foram inicializados com o Alerta 1 em suas listas
de mensagens, 45 % dos no´s foram inicializados com o Alerta 2 em
suas listas e por fim, 10 % dos no´s foram inicializados com ambas as
mensagens em suas listas.
Tabela 20: Cena´rios Simulados - Codificac¸a˜o de Rede
Cena´rios Alerta 1 Alerta 2 Alertas 1 e 2
Cena´rio 1 45 % 45 % 10 %
Cena´rio 2 30 % 30 % 30 %
Cena´rio 3 20 % 20 % 60 %
Cena´rio 4 5 % 5 % 90 %
Cena´rio 5 0 % 0 % 100 %
Com as simulac¸o˜es buscou-se obter a quantidade de mensagens
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geradas durante os 360 segundos, tanto na abordagem com o mecanismo
de codificac¸a˜o de rede, quanto sem o mecanismo. Neste cena´rio na˜o foi
definido um incidente gatilho, desta forma as retransmisso˜es tiveram
inicio no momento que os no´s comec¸aram a trocar informac¸o˜es por
meio de beacons CM. Na Tabela 21 e´ demostrada a quantidade total
de retransmisso˜es das mensagens que representam os alertas 1 e 2 e o
impacto que o mecanismo gera em cada um dos cena´rios.
Tabela 21: Quantidade de retransmisso˜es de Mensagens de Dados
(Alerta) - Sem e Com Codificac¸a˜o de Rede
Cena´rios S/ XOR C/ XOR Reduc¸a˜o de Mensagens
Cena´rio 1 735 452 38,5 %
Cena´rio 2 512 301 41,2 %
Cena´rio 3 351 191 45,5 %
Cena´rio 4 93 41 55,9 %
Cena´rio 5 0 0 0 %
Na Tabela 21 pode ser observada a comparac¸a˜o entre o Proto-
colo Proposto com, e sem o mecanismo. Tambe´m pode-se observar
que o mecanismo de codificac¸a˜o de rede prove menor quantidade de re-
transmisso˜es de mensagens em comparac¸a˜o ao Protocolo Proposto sem
o mecanismo: ao gerar o XOR de duas mensagens, o no´ na˜o precisou
retransmitir os alertas 1 e 2 separadamente ao receber solicitac¸o˜es de
ambas as mensagens no mesmo per´ıodo de tempo. No Cena´rio 4, o me-
canismo obteve melhor resultado. Isso acontece porque a porcentagem
de no´s com as duas mensagens em suas listas e´ de 90 %, desta forma
sera˜o realizadas mais operac¸o˜es lo´gicas XOR neste cena´rio, assim dimi-
nuindo a quantidade de retransmisso˜es. Fica claro que, quanto maior
for o nu´mero de no´s com as duas mensagens em suas listas, menor
sera´ a quantidade de retransmisso˜es no cena´rio. No Cena´rio 5 na˜o ha´
retransmisso˜es de mensagens, ja´ que todos os no´s possuem ambas as
mensagens, desta forma na˜o ha´ necessidade de retransmisso˜es.
Por tanto, ao analisar a Tabela 21 pode-se verificar que a aborda-
gem sem o mecanismo realiza mais que o dobro (55,9 %) de retransmis-
so˜es que a abordagem com o mecanismo. Desta forma, o mecanismo
atendeu seu objetivo, que e´ diminuir a quantidade de retransmisso˜es
geradas na rede em cena´rios que possuem mais de um alerta a serem
disseminados.
131
5.4 CONSIDERAC¸O˜ES DO CAPI´TULO
Este cap´ıtulo apresentou os resultados obtidos nos experimentos,
os quais serviram para avaliar o desempenho do protocolo proposto. Os
resultados dos experimentos demonstram que os impactos decorrentes
das coliso˜es, o tempo para o recebimento das mensagens e os mecanis-
mos implementados na˜o prejudicam o desempenho da aplicac¸a˜o, mesmo
diante de cena´rios com densidades diferentes. Ale´m disso, a efica´cia do
sistema poˆde ser comprovada pelas simulac¸o˜es, uma vez que o protocolo
proposto atendeu a todos os no´s da rede, desta maneira e´ poss´ıvel com-
provar sua confiabilidade. Tambe´m ficou clara a eficieˆncia do protocolo
proposto diante dos cena´rios simulados, ja´ que o protocolo proposto





Um dos desafios em redes veiculares e´ a inserc¸a˜o de novos meca-
nismos que possam torna´-las mais seguras e confia´veis, sem adicionar
riscos no comprometimento de seu desempenho. Com a necessidade
de prover confiabilidade a`s redes veiculares surgem os protocolos con-
fia´veis que buscam oferecer um servic¸o de entrega de mensagens ga-
rantida, atrave´s de implementac¸o˜es de mecanismos de controle para
que seu comportamento possa dinamicamente adaptar-se a`s condic¸o˜es
observadas na rede.
O objetivo deste trabalho foi prover confiabilidade na entrega
de mensagens de dados em redes veiculares, por meio de um protocolo
adaptativo e eficiente que, agregado a uma arquitetura de comunica-
c¸a˜o em redes veiculares, contribui para a confiabilidade na transmissa˜o
de mensagens em cena´rios rodovia´rios. Este protocolo teve por obje-
tivo aumentar a confiabilidade nas transmisso˜es, mitigar problemas en-
contrados em abordagens que buscaram gerar confiabilidade para este
cena´rio, a fim de proporcionar uma melhora no desempenho para as
aplicac¸o˜es que teˆm como requisito cr´ıtico a entrega das mensagens em
um cena´rio veicular. Os me´todos de pesquisa utilizados foram distri-
bu´ıdos em treˆs fases.
Na primeira fase, foi executado um procedimento te´cnico de pes-
quisa bibliogra´fica para realizar a fundamentac¸a˜o teo´rica, que abordou
a a´rea de redes veiculares, protocolos confia´veis, aplicac¸o˜es que utilizam
redes veiculares e codificac¸a˜o de rede. Ainda nessa fase, foi realizada
a revisa˜o sistema´tica, selecionando-se e analisando-se trabalhos corre-
latos. Na segunda fase, o protocolo proposto foi definido e seus algo-
ritmos, equac¸o˜es e mensagens foram detalhadamente descritos. Na ter-
ceira fase, o protocolo proposto e a aplicac¸a˜o que faz uso do protocolo
foram implementados utilizando dois simuladores (rede e de tra´fego)
bidirecionalmente acoplados. Diferentes experimentos simulados foram
realizados com o objetivo de avaliar o protocolo proposto. A ana´lise
dos resultados obtidos nas simulac¸o˜es juntamente com a comparac¸a˜o
entre o protocolo proposto e outras abordagens foram realizadas nesta
fase.
Com a identificac¸a˜o das principais caracter´ısticas presentes nos
protocolos confia´veis, com a definic¸a˜o do protocolo proposto e pela
ana´lise feita dos impactos do protocolo proposto e da sua efica´cia, pode-
se afirmar que os objetivos espec´ıficos desse trabalho foram atingidos.
O protocolo proposto nesta dissertac¸a˜o inova em relac¸a˜o aos trabalhos
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relacionados por ser um protocolo adaptativo que busca diminuir a
quantidade de mensagens desnecessa´rias na rede, atrasos na entrega de
mensagens e tambe´m problemas presentes em outras abordagens como,
por exemplo, no´ oculto.
O protocolo proposto seleciona o no´ retransmissor por meio do
calculo do ganho, este calculo leva em considerac¸a˜o a densidade local
do no´ e a sua proximidade da borda de comunicac¸a˜o. O no´ com maior
ganho retransmite a mensagem e tambe´m escolhe o pro´ximo retransmis-
sor. Na abordagem proposta neste trabalho faz-se uso de mecanismos
que tornam o protocolo proposto adapta´vel ao cena´rio veicular, desta
forma, a quantidade de mensagens de controle e´ diminu´ıda. Em cena´-
rios com mais de uma mensagens de dados (alerta) vigente na rede, o
protocolo proposto realiza a te´cnica de codificac¸a˜o de rede, a operac¸a˜o
XOR, para diminuir a quantidade de retransmisso˜es desnecessa´rias.
Com os resultados obtidos nas simulac¸o˜es foi poss´ıvel comprovar
a efica´cia do protocolo proposto. A me´trica utilizada para avaliar a
efica´cia do uso do protocolo por uma aplicac¸a˜o foi a taxa de mensagens
entregues aos no´s pertencentes a rede em diversos cena´rios. Os resul-
tados demonstram tambe´m que os impactos na efica´cia do protocolo
proposto provenientes da implementac¸a˜o dos mecanismos na˜o preju-
dicam os objetivos. Uma vez que todos dos ve´ıculos, independente
da densidade, receberam a mensagem de alerta. Com as simulac¸o˜es,
foi poss´ıvel tambe´m comprovar a eficieˆncia da protocolo, uma vez que
mesmo com o acre´scimo das coliso˜es com o uso das mensagens de con-
trole, todos os ve´ıculos receberam o alerta em tempo ha´bil para tomar
deciso˜es. Os atrasos no recebimento do alerta na˜o prejudicaram os con-
dutores, visto que os ve´ıculos receberam o alerta a uma distancia segura
e suficiente. Apesar dos impactos e degradac¸o˜es provocadas pelo uso
das mensagens de controle, os resultados foram superiores as aborda-
gens correlatas estudadas e simuladas neste trabalho. Entretanto, cabe
ressaltar que como em qualquer simulac¸a˜o as ana´lises da eficieˆncia e
efica´cia devem ser interpretadas de maneira cuidadosa, pois na pra´tica
pode haver fatores externos como interfereˆncia eletromagne´tica, clima,
sombreamento que podem ocasionar problemas na rede veicular.
Por fim, os resultados obtidos permitiram confirmar as hipo´teses
de pesquisa, dado que o protocolo prove confiabilidade na entrega das
mensagens, mas aumenta o tempo de processamento das mensagens
e por fim, aumenta o atraso na entrega das mensagens. Tambe´m foi
poss´ıvel verificar que o protocolo adiciona sobrecarga de mensagens de
controle em cena´rios com alta densidade veicular, mesmo com esta de-
gradac¸a˜o todos os ve´ıculos receberam o alerta e que os atrasos para o
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recebimento do alerta (impacto sobre o tempo) identificados na˜o pre-
judicaram a ac¸a˜o dos motoristas. Contudo, de formal geral, a atuac¸a˜o
do protocolo proposto nesta dissertac¸a˜o contribu´ı para o aumento da
robustez e da efica´cia na comunicac¸a˜o em cena´rios rodovia´rios. Es-
tas contribuic¸o˜es fornecidas pela utilizac¸a˜o dos mecanismos podem ser
u´teis a aplicac¸o˜es voltadas a seguranc¸a no transito.
6.1 CONTRIBUIC¸O˜ES DA DISSERTAC¸A˜O
Dentre as principais contribuic¸o˜es desta dissertac¸a˜o podem ser
destacadas as seguintes:
• Ana´lise de mecanismos utilizados para prover confiabilidade na
entrega de mensagens de dados em redes veiculares;
• Desenvolvimento de um protocolo para aplicac¸o˜es de seguranc¸a
em rodovias que:
– prove confiabilidade na entrega de mensagens de dados em
redes veiculares;
– diminui a quantidade de mensagens de controle em cena´rios
com alta densidade de ve´ıculos;
– diminui a proporc¸a˜o de coliso˜es e perdas de pacotes frente a
quantidade de pacotes gerados;
– adapta o per´ıodo entre transmisso˜es de mensagens de con-
trole de acordo com a densidade da rede; e
– diminui a quantidade de retransmisso˜es das mensagens de
dados, tanto em cena´rios com apenas uma mensagem de
sinalizac¸a˜o, quanto em cena´rios com mais de uma mensagem
de sinalizac¸a˜o.
• Aprimoramento da aplicac¸a˜o desenvolvida que visa disseminar
alertas em rodovias e que esta´ integrada ao protocolo proposto.
6.2 TRABALHOS FUTUROS
Quanto a trabalhos futuros, sugere-se:
• Continuar a avaliac¸a˜o do protocolo proposto, atrave´s de simu-
lac¸o˜es, de forma a analisar a sua efica´cia diante de cena´rios e
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densidades diferentes. A partir desta ana´lise, desenvolver novas
te´cnicas que possam prover confiabilidade ao protocolo em diver-
sos cena´rios.
• Estender o protocolo proposto para que este possa ser adaptado
(configura´vel) para outros tipos de aplicac¸o˜es de seguranc¸a no
traˆnsito e cena´rios (urbano, por exemplo), atrave´s de uma inter-
face, e com isso poder avaliar a sua integrac¸a˜o a outras aplicac¸o˜es.
• Implantac¸a˜o de mecanismos de seguranc¸a para garantir a inte-
gridade e autenticidade das mensagens trocadas entre os no´s que
compo˜em a rede.
• Buscar novos mecanismos que possam ser empregados para que
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APEˆNDICE A -- Revisa˜o Sistema´tica
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Uma revisa˜o sistema´tica de literatura e´ um meio para identifi-
car, interpretar e avaliar todos os resultados relevantes de uma pesquisa
acerca de uma questa˜o, a´rea ou fenoˆmeno em particular. Utilizando
uma metodologia rigorosa e que possa ser reproduzida posteriormente.
A revisa˜o sistema´tica tem por objetivo apresentar uma avaliac¸a˜o con-
cisa a respeito de um to´pico (KITCHENHAN, 2009).
A primeira atividade desta revisa˜o sistema´tica sera´ a definic¸a˜o
de um protocolo, que visa levantar a literatura relevante acerca do tema
sobre protocolos confia´veis para redes veiculares. O escopo da pesquisa
e´ voltado para a identificac¸a˜o de te´cnicas utilizadas para prover confi-
abilidade na disseminac¸a˜o de informac¸a˜o em redes veiculares.
A.1 OBJETIVO
Executar uma revisa˜o sistema´tica tendo como objetivo identifi-
car, analisar e avaliar os trabalhos encontrados na literatura que utili-
zam mecanismos para prover confiabilidade na disseminac¸a˜o de infor-
mac¸a˜o em redes mo´veis ad hoc, entre estas as redes veiculares.
A.1.1 Formulac¸a˜o da Questa˜o de Pesquisa
•Questa˜o Principal: Quais mecanismos podem prover confiabili-
dade a protocolos voltados a disseminac¸a˜o de informac¸a˜o em redes
veiculares?
•Questa˜o Adicional 1: Quais os impactos decorrentes do uso destes
mecanismos na entrega das mensagens (efica´cia) e no tempo para
entrega dos alertas (eficieˆncia)?
A.1.2 Intervenc¸a˜o (O que sera´ investigado?)
•Questa˜o Principal: A utilizac¸a˜o do protocolo proposto e´ capaz de
prover confiabilidade na entrega das mensagens?
•Questa˜o Adicional 1: Confiabilidade na entrega dos pacotes, nu´-
mero de coliso˜es e impacto na efica´cia e eficieˆncia do protocolo.
•Resultados: (1) Definir e implementar um protocolo para prover
confiabilidade na entrega de mensagens para aplicac¸o˜es voltadas
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a` rodovias com simuladores de redes e de tra´fego bidirecional-
mente acoplados. (2) avaliac¸a˜o da efica´cia do protocolo proposto
e dos impactos decorrentes dos mecanismos implementados atra-
ve´s de simulac¸o˜es realizadas em diferentes cena´rios de densidade
de ve´ıculos, e (3) as ana´lises dos resultados experimentais obtidos.
•Contexto: Protocolo confia´vel para redes veiculares.
A.2 ESTRATE´GIA DE BUSCA
A.2.1 Termos de Busca
•Em portugueˆs: (Protocolo confia´vel OR Vanets) AND (Dissemi-
nac¸a˜o confia´vel OR Vanets)







A.3 CRITE´RIOS E PROCEDIMENTOS PARA A SELEC¸A˜O
A.3.1 Crite´rios de selec¸a˜o de fontes
•Artigos publicados entre 01/01/2000 e 30/10/2013;
•Disponibilidade de consultas de artigos atrave´s da WEB;
•Presenc¸a de mecanismos de busca atrave´s de palavras chaves;
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A.3.2 Me´todos de busca de fontes
As fontes sera˜o acessadas via web.
A.3.3 Idiomas dos artigos
Ingleˆs e portugueˆs.
A.3.4 Crite´rios de Inclusa˜o e Exclusa˜o
Os trabalhos sera˜o filtrados a partir dos seguintes crite´rios:
•Ana´lise do t´ıtulo do trabalho;
•Pela ana´lise do resumo e concluso˜es do trabalho;
•Pela data de publicac¸a˜o do trabalho;
A.3.5 Crite´rios para a inclusa˜o de estudos
•Para a questa˜o prima´ria: Sera˜o inclu´ıdos no estudo trabalhos nos
quais t´ıtulos e resumos contenham informac¸o˜es referentes a ob-
tenc¸a˜o de confiabilidade na disseminac¸a˜o de informac¸a˜o em redes
veiculares por meio de mecanismos implementados. A conclusa˜o
sera´ analisada para verificar a contribuic¸a˜o do trabalho. A data
de publicac¸a˜o do trabalho deve ser superior ou igual ao ano de
20XX.
•Para a questa˜o secunda´ria: Os mesmos crite´rios utilizados na
questa˜o prima´ria, pore´m o t´ıtulo e resumo devem conter a in-
formac¸a˜o sobre confiabilidade na disseminac¸a˜o de informac¸a˜o em
redes veiculares.
A.3.6 Crite´rios para a exclusa˜o de estudos
•Para a questa˜o prima´ria: Sera˜o exclu´ıdos do estudo trabalhos
cujos t´ıtulos e resumos sejam conflitantes, ou seja, o t´ıtulo remete
a um assunto enquanto o resumo remete a outro assunto.
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•Para a questa˜o secunda´ria: Os mesmos crite´rios adotados na ques-
ta˜o prima´ria ale´m de que o t´ıtulo e o resumo na˜o estiverem in-
formando sobre confiabilidade na disseminac¸a˜o de informac¸a˜o em
redes veiculares.
A.3.7 Processo de selec¸a˜o dos estudos prima´rios
•Processo de selec¸a˜o preliminar: As estrate´gias de pesquisa sera˜o
aplicadas para identificar os estudos prima´rios potenciais. Caso
um trabalho na˜o atenda aos crite´rios de inclusa˜o e tambe´m na˜o
atenda aos crite´rios de exclusa˜o, este sera´ inclu´ıdo.
•Processo de selec¸a˜o final: Co´pias dos trabalhos inclu´ıdos como
resultados da pesquisa inicial sera˜o revisados. Esta revisa˜o conclui
a selec¸a˜o de trabalhos a serem inclu´ıdos no processo de extrac¸a˜o
de dados.
A.3.8 Crite´rios de Qualidade e Avaliac¸a˜o da Qualidade dos
Estudos
Os estudos foram avaliados em sua qualidade abordando
os seguintes aspectos:
•Objetivos: Os trabalhos devem ter como objetivos o desenvolvi-
mento de protocolo com a finalidade de prover confiabilidade na
entrega de mensagens em cena´rios veiculares.
•Conduc¸a˜o: O sistema deve, preferencialmente, possuir uma etapa
experimental e ser bem referenciado.
•Experimentos: Que possua resultados obtidos atrave´s de imple-
mentac¸a˜o.
A.3.9 Estrate´gia para a extrac¸a˜o de informac¸a˜o
Para cada artigo aprovado pelo processo de selec¸a˜o completo,
tanto para a questa˜o prima´ria quanto para a questa˜o secunda´ria, foram
extra´ıdos os seguintes dados:
•Informac¸a˜o para refereˆncia bibliogra´fica;
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•Tipo de artigo: teo´rico, experimental ou ambos;
•Problema alvo;
•Soluc¸a˜o proposta;




A.3.10 S´ıntese dos dados extra´ıdos
Os resultados foram organizados em tabelas. A partir da tabu-
lac¸a˜o dos dados, foram extra´ıdos os dados.
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APEˆNDICE B -- Aplicac¸o˜es que utilizam redes veiculares
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•CCA (Cooperative Collision Avoidance): aplicac¸a˜o desen-
volvida para evitar coliso˜es utilizando uma abordagem coopera-
tiva. Seu funcionamento consiste no envio de mensagens em mu´l-
tiplos saltos, alertando aos condutores da ocorreˆncia de uma si-
tuac¸a˜o de emergeˆncia. Pode ser utilizada tambe´m nas situac¸o˜es
em que o motorista na˜o possui visa˜o dos ve´ıculos a` sua frente,
como nos casos de neblina ou chuva intensa (BISWAS; TATCHI-
KOU; DION, 2006).
•CarTALK 2000: projeto inicializado em agosto de 2001 com o
objetivo de projetar, testar e avaliar sistemas para seguranc¸a no
traˆnsito, utilizando comunicac¸a˜o entre ve´ıculos e entre os ve´ıcu-
los e a infraestrutura. As aplicac¸o˜es desenvolvidas neste projeto
foram divididas em treˆs grupos: as direcionadas a prover informa-
c¸o˜es e alertas aos condutores, as focadas em comunicac¸a˜o baseada
em controle longitudinal e as voltadas a` assisteˆncia cooperativa
(REICHARDT et al., 2002).
•TrafficView: nesta aplicac¸a˜o, os ve´ıculos guardam informac¸o˜es
sobre sua posic¸a˜o e velocidade, ale´m das informac¸o˜es enviadas de
outros no´s da rede. Cada no´ espalha todas as informac¸o˜es conhe-
cidas apenas aos no´s vizinhos, que de forma perio´dica repetem a
mesma operac¸a˜o. Estas informac¸o˜es sa˜o enviadas e quando um
automo´vel recebe, este verifica e grava estas informac¸o˜es em uma
base de dados, mas antes de armazenar estas informac¸o˜es a apli-
cac¸a˜o verifica se estas informac¸o˜es ja´ existem, caso as informac¸o˜es
recebidas ja´ estejam armazenadas, estas sa˜o descartadas. As in-
formac¸o˜es armazenadas passam por um mo´dulo de interface de
usua´rio (NADEEM et al., 2004).
•VSC (Vehicle Safety Communications): desenvolvido nos
Estados Unidos em 2005, uniu montadoras como a Toyota, Ge-
neral Motors (GM), Honda, Mercedes-Benz, Ford, ale´m de insti-
tuic¸o˜es governamentais para identificar aplicac¸o˜es de seguranc¸a e
levantar seus requisitos. O projeto pretende usar estas aplicac¸o˜es
para aumentar a seguranc¸a das rodovias, diminuir congestiona-
mentos, diminuir a poluic¸a˜o do ar e consumo de energia. Esse
projeto utiliza a frequeˆncia 5,9 Ghz DSRC e o padra˜o 802.11p
para a comunicac¸a˜o entre ve´ıculos (CONSORTIUM, 2005).
•eCoMove: de acordo com Pandazis (2012), esse projeto preveˆ
a reduc¸a˜o de consumo de combust´ıvel no transporte rodovia´rio
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em 20% atrave´s da aplicac¸a˜o de tecnologias de informac¸a˜o e co-
municac¸a˜o. Sua comunicac¸a˜o cooperativa e´ baseada nas mais re-
centes normas internacionais utilizadas para suportar aplicac¸o˜es
inovadoras de mobilidade verde. A plataforma de comunicac¸a˜o
eCoMove e´ baseada em resultados de projetos anteriores como
o SAFESPOT (TOULMINET; BOUSSUGE; LAURGEAU, 2008) des-
crito a seguir.
•InVANET (Intelligent vehicular ad-hoc networks): pro-
jeto destinado ao desenvolvimento de aplicac¸o˜es voltadas a segu-
ranc¸a no traˆnsito. O InVANET e´ baseado na cooperac¸a˜o entre
ECUs, sensores e dispositivos de comunicac¸a˜o sem fio (WiFi/WiMax)
(SARAVANAN; THANGAVELU; RAMESHBABU, 2009).
•SAFESPOT: projeto destinado a desenvolver e avaliar aplica-
c¸o˜es classificadas como Assistentes de Margem de Seguranc¸a (do
ingleˆs Safety Margin Assistant - SMA), que estende as infor-
mac¸o˜es de seguranc¸a a` disposic¸a˜o dos condutores em termos de
tempo e espac¸o. O SMA leva em conta situac¸o˜es potencialmente
perigosas que ocorrem em um segmento especifico da rodovia, ca-
pacidades dinaˆmicas do ve´ıculo e o estado da via, bem como a
capacidade do condutor em gerenciar manobras de emergeˆncia.
O SMA visa aumentar a percepc¸a˜o do condutor em relac¸a˜o ao
perigo pro´ximo e tambe´m tornar a conduc¸a˜o mais segura (GEIS-
SLER; SCHINDHELM; LUEDEKE, 2011).
•PRESERVE (Preparing Secure Vehicle-to-X Communi-
cation Systems): o objetivo do projeto PRESERVE e´ trazer
seguranc¸a e privacidade a comunicac¸a˜o veicular, fornecendo segu-
ranc¸a e privacidade para subsistemas voltados as redes veiculares.
o projeto PRESERVE combina e estende os resultados de proje-
tos de pesquisas anteriores, integrando-os e os desenvolvendo para
que sejam implementados em maior escala, reduzindo os custos
e os problemas enfrentados para que estes projetos sejam comer-
cializados (KARGL; PAPADIMITRATOS, 2011). Como resultado,
o projeto pretende apresentar um completo subsistema de segu-
ranc¸a escala´vel e de baixo custo para redes veiculares. Segundo
Kargl e Papadimitratos (2011) PRESERVE esta´ pro´ximo de ser
comercializado e ja´ existem outros projetos interessados em cola-
borar.
