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Ekstremizem je v Sloveniji prisoten že dlje časa. Preventivno ozaveščanje na različnih 
ravneh in na različnih področjih lahko prispeva k omejitvi nasilnega in radikalnega 
ekstremizma, predvsem pa prepreči njegovo širitev, ki se kaže kot terorizem. 
 
Magistrska naloga je osredinjena na vprašanje zaposlovanja v javni upravi ter na 
verjetnost, da se v tistem delu javne uprave, ki je varnostno najbolj ranljiv, to je v 
nacionalnem varnostnem sistemu, zaposlijo posamezniki, ki so člani ali simpatizerji 
ekstremističnih skupin. Raziskava kaže morebitna tveganja pri zaposlovanju ljudi z 
ideološkimi vrednotami, ki so lahko nevarne za družbo in za celoten varnostno-
obveščevalni sistem. Temelji na vprašanju, ali obstajajo zakonske podlage, po katerih 
lahko kadrovske službe v nacionalnem varnostnem sistemu preprečijo zaposlitev 
ekstremistov v Slovenski vojski, policiji ter v obveščevalno-varnostnih službah. Proučeni 
postopek varnostnega preverjanja, ki ga izvajajo Slovenska obveščevalno-varnostna 
agencija, Obveščevalno-varnostna služba Ministrstva za obrambo, Ministrstvo za notranje 
zadeve in Urad Vlade za varstvo tajnih podatkov, je naloga, s katero se bosta morala 
spopasti zakonodajalec in Vlada Republike Slovenije, ki bosta morala v prihodnosti 
temeljito razmisliti o pojavu ekstremizma in nacionalni varnosti pri delovanju varnostnih 
organov, zaposlovanju in nadzoru nad ekstremističnimi skupinami pri nas. 
 
Ekstremizem kot pojav, ki se je v preteklosti že pokazal kot problem tudi v Sloveniji, še 
vedno ni v celoti odpravljen in tudi nikoli ne bo, je pa dejstvo, da se z njegovim 
preprečevanjem spopada ne samo Evropska unija, temveč tudi države zunaj nje, zato je 
cilj raziskave prikazati možnosti, ki jih država ima, ko govorimo o preprečevanju in 
omejevanju ekstremizma.  
 
Ključne besede: ekstremizem, nasilni ekstremizem, radikalizem, terorizem, 









RESTRICTIONS ON EMPLOYMENT IN PUBLIC ADMINISTRATION IN 
CASE OF PARTICIPATION IN EXTREMIST GROUPS 
 
Extremism in Slovenia has been in existence for quite some time. Preventive awareness 
on various levels and different fields can contribute to limitation of aggressive and radical 
extremism and, above all, to prevent its growth in forms of terrorism. 
 
This essay is focusing on the questions of employment policy in public administration, 
especially in that part of it which is – from a point of security – most sensitive, i.e. in 
national security system. And the essay is about a possibility that in this part of the public 
sector are employed individuals who are members or sympathizers of extremist groups. It 
indicates the risks about employing these people who could be dangerous for the society 
as well as for the whole intelligence security system. The emphasis is on the question if 
there are legal grounds on the basis of which the security institutions could prevent 
employment of the extremists in Slovenian army, police and intelligence security agencies. 
A carefully researched process of security checking - executed by Slovenian Intelligence 
Agency, Security agency of the Ministry of defense, Ministry for Internal affairs, Office for 
secret documents protection – should be a subject and goal of Slovenian legal and 
executive power which should pay a great attention in the future to the problems of 
appearance of extremism on one and national security and its activities on the other 
hand. The employment and the question of controlling extremist groups in our country is 
of great importance. 
 
Extremism as phenomenon has already been exposed in the past as a problem in Slovenia 
and even more in other member countries of EU but has not been abolished totally. And it 
will never be. But the fact is that it is not only EU that is fighting extremism but also all 
other countries outside its borders. The purpose of this essay is to show some 
instruments that the countries could use against extremism. 
 
Key words: extremism, violent extremism, radicalism, terrorism, extremist groups, 
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Finančna, gospodarska in socialna kriza, ki se je začela leta 2008 in ki še ni odpravljena, 
je, gledano širše, povzročila recesijo, ta pa je spodbudila stopnjevanje nasilja, ki se kaže v 
krepitvi ekstremističnih skupin in nasilnega ekstremizma pri nas in tudi v drugih državah 
članicah Evropske unije (v nadaljevanju EU). Preventivno ozaveščanje na različnih ravneh 
in področjih lahko prispeva k omejitvi nasilnega in radikalnega ekstremizma, predvsem pa 
prepreči njegovo širitev, ki se kaže kot terorizem. Preventiva je potrebna, kar dokazujejo 
primeri iz preteklosti pri nas, predvsem pa v tujini (primer pokol Andreasa Behringa 
Breivika na Norveškem, v katerem je hladnokrvno ubil 77 ljudi, med njimi je bila večina 
članov norveškega podmladka socialnih demokratov). 
 
Magistrsko delo je razdeljeno na dva vsebinska sklopa, in sicer je prvi teoretični in drugi 
aplikativni. V prvem, predvsem teoretičnem delu, bom prikazala, kaj je ekstremizem. 
Opisala bom pojem ekstremizma, predstavila nekatere opredelitve ter analizirala 
normativno ureditev ekstremizma v Republiki Sloveniji. Zatem bom primerjalno prikazala 
zakonsko opredelitev in preprečevanje ekstremizma v Avstriji, Belgiji, Slovaški, Norveški in 
Združenem kraljestvu, ker so se te države vsaka po svoje dovolj dobro zakonsko odzvale 
na pojav ekstremizma in preventivnega delovanja zoper njega, zato bi se Slovenija lahko 
zgledovala po njih. Naj na kratko omenim njihove posebnosti. Avstrija je za boj proti 
ekstremizmu ustanovila Zvezni urad za zaščito Ustave. V letnih poročilih predstavlja 
kazniva dejanja s področja ekstremizma in se do njih opredeljuje. Belgija uspešno 
preventivno deluje v šolah, kjer se učitelji, psihologi in sociologi ukvarjajo z nezanesljivimi 
dijaki, hkrati pa se povezujejo z njihovimi družinami. Slovaška je edina država, ki ima 
natančno opredeljeno, kaj ekstremizem je, oziroma ima opredelitev ekstremizma zapisano 
v svoj pravni red. Norveška se kot odprta družba z razpravami o preprečevanju 
radikalizacije in nasilnega ekstremizma odziva na te pojave, vsebine pa vključuje v šolske 
programe, tudi v srednjih šolah. Poleg tega zagotavlja vso infrastrukturo in sredstva za 
ukrepanje policije in tožilstva, pomembno pa je tudi vprašanje, ali se zakonske določbe 
pravilno in dovolj učinkovito uresničujejo v praksi. Prizadeva si za večjo učinkovitost in 
zagotavljanje ustrezne pomoči žrtvam nasilja oziroma novačenja za delovanje v 
ekstremističnih skupinah. Združeno kraljestvo navajam zaradi oblikovanja preventivne 
dejavnosti v povezavi z lokalnim okoljem, krepitve delovanja društev, organizacij, 
združenj, ki podpirajo kulturo nenasilja in odprtost. V magistrskem delu se bom omejila na 
primere ekstremizma v državah članicah EU, saj je le tako mogoče upoštevati in prikazati 
morebitne omejitve glede omejevanja človekovih pravic s strani EU in Evropske komisije 
(v nadaljevanju EK). Predvsem želim preveriti, ali obstajajo mehanizmi, s katerimi bi lahko 
ekstremizem preprečili oziroma omejili, ter kakšni so učinki njihovega delovanja v 
državah, kjer že obstaja ustrezna zakonodaja na tem področju. 
 
V drugem, aplikativnem delu, se bom osredinila na vprašanje zaposlovanja v javni upravi 
ter na verjetnost, da se v tistem delu javne uprave, ki je varnostno najbolj ranljiv, to je v 
2 
nacionalnem varnostnem sistemu, zaposlijo posamezniki, ki so člani ali simpatizerji 
ekstremističnih skupin. Raziskala bom morebitna tveganja pri zaposlovanju takih ljudi v 
javni upravi, posebej natančno pa bom proučila, ali obstajajo zakonske podlage, po 
katerih lahko kadrovske službe v nacionalnem varnostnem sistemu preprečijo zaposlitev 
ekstremistov, npr. v Slovenski vojski (v nadaljevanju SV), slovenski policiji ter v 
obveščevalno-varnostnih službah. Proučila bom varnostno preverjanje, ki ga opravljajo za 
svoje zaposlene in bodoče zaposlene službe, kot so Slovenska obveščevalno-varnostna 
agencija (v nadaljevanju SOVA), Obveščevalno-varnostna služba Ministrstva za obrambo 
Republike Slovenije (v nadaljevanju OVS-MORS), Ministrstvo za notranje zadeve (v 
nadaljevanju MNZ) in Urad Vlade Republike Slovenije za varovanje tajnih podatkov (v 
nadaljevanju UVTP). Poleg analize procedur varnostnega preverjanja bom opravila tudi 
intervjuje s strokovnjaki, ki delajo na teh področjih, da ugotovim, ali se članstvo oziroma 
sodelovanje v ekstremističnih skupinah lahko preverja med podatki, ki so del varnostnega 
preverjanja. Temeljni razlog za raziskovanje tega področja pa je opozorilo dveh 
strokovnjakov, ki sta na to problematiko javno opozorila. Kot prvega navajam Prezlja 
(Fakulteta za družbene vede, Univerza v Ljubljani), ki meni, da »lahko obstaja rizična 
skupina ljudi, ki lahko postanejo del ekstremističnih, terorističnih ali kriminalnih skupin in 
so pripadniki sistema nacionalne varnosti. Sem prištevamo bivše policiste in vojake, ki so 
se vrnili iz različnih bojišč v tujini in imajo težave z adaptacijo na mirno življenje. Poleg 
tega posedujejo želena znanja za delovanje v ekstremističnih skupinah. Bivše pripadnike 
je zelo težko odkriti, saj poznajo metode dela organa, kjer so bili nekoč zaposleni. Zato bi 
morali pri zaposlovanju novih ljudi v te službe zakonsko navesti omejitve, zaradi katerih 
določen kandidat ne more postati pripadnik policije, vojske.« (DZ RS, 2014, str. 29) 
Prezelj meni, da v »ta sklop poklicev ta trenutek nikakor ne bi vključili tudi učiteljev, 
šolskih sociologov, kot je lahko praksa ponekod v tujini, saj stopnja ogroženosti v Slovenji 
še ni dosegla takšne visoke stopnje«. (DZ RS, 2014, str. 29) Sama pa mislim, da bi o tem 
veljalo resno presoditi in opraviti odprto javno razpravo, kajti ravno v širši javni upravi, 
npr. pri učiteljih v šolah, vzgojiteljicah, zdravnikih, sodnikih velja, da nimamo varnostnega 
preverjanja. Ob tem želim opozoriti, da bi morali učiteljice in učitelje preventivno poučiti o 
tem, da je ekstremizem nesprejemljiva oblika družbenega vedenja, pri čemer bi morali biti 
o tem poučeni tudi učenci in dijaki. Iz prakse pa se nedvoumno kaže, da prihaja do 
različnih zlorab na vseh področjih in vseh ravneh, zato bi bilo smiselno resno razmisliti o 
uvedbi varnostnega preverjanja tudi v šolstvu in zdravstvu, seveda pa ne na način, kot je 
v veljavi pri varnostnem preverjanju za dostop do tajnih podatkov. Prezelj še opozarja: » 
… v času službovanja imajo pripadniki varnostno-obveščevalnih služb večkratno varnostno 
preverjanje in služba lahko po preverjanju poda zaposlenemu tako imenovani varnostni 
zadržek. Pri tem je velika težava, da nimamo pravno definiranih pojmov simpatizer, 
somišljenik, član ekstremistične skupine, saj bi lahko ocenjevalec oprl svoje mnenje na te 
pravne definicije.« (DZ RS, 2014, str. 29) Kot drugega strokovnjaka navajam Lobnikarja 
(Fakulteta za varnostne vede, Univerza v Mariboru), ki opozarja, da »na področju 
uslužbenske zakonodaje, npr. pri policiji, vojski, obveščevalnih službah, carini, davčni 
upravi bi morali prepovedati sodelovanje z ekstremističnimi skupinami, članstvo v njih ali 
zgolj simpatiziranje z njimi. To bi moral biti predpogoj za sklenitev zaposlitve, zato bi 
kazalo delovno pravno zakonodajo spremeniti. Z uzakonitvijo teh posebnih pogojev se v 
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državi na sistemski ravni odpravi tako imenovana korupcija avtoritete. Policija, vojska itd. 
dobijo legitimnost pri državljanih, zato bi z njimi tako sodelovali, kot tudi voljno uklanjali 
pravilom v tej družbi. V Združenem kraljestvu ima policija posebne tako imenovane 
profesionalne standarde vedenja, ki jim mora slediti vsak policist. Njihovo nespoštovanje 
je razlog za prekinitev delovnega razmerja. S takšnimi standardi, ki veljajo za določene 
državne organe, se krepi zaupanje državljanov in občutek, da je družba pravična in da 
spoštuje zapisano pravo. Sodelovanje z ekstremističnimi skupinami je namreč v nasprotju 
z načelom nepristranskosti zaposlenih v policiji, vojski itd., zato bi moralo biti nezdružljivo 
s tem specifičnim poklicem, delom. Ker ima namreč policist, vojak itd. posebna 
pooblastila, s katerimi lahko vstopa v posameznikovo zasebnost, morajo zanj veljati strožji 
pogoji za sklenitev delovnega razmerja, kot tudi kasneje za čas opravljanja zaposlitve.« 
(DZ RS, 2014, str. 27) 
 
V aplikativnem delu magistrskega dela bodo podrobneje predstavljene trenutne težave 
glede opredeljevanja pojava ekstremizma, njegovega omejevanja, prepovedovanja, 
pravne umestitve, javnega odobravanja. Analizirane bodo težave pri postopkih 
zaposlovanja pri trenutno veljavni delovnopravni ureditvi in kako trenutno potekajo 
varnostna preverjanja pri zaposlovanju. Ključni vprašanji, na kateri bom skušala odgovoriti 
pri preverjanju zastavljenih hipotez, sta: 
 Ali naša zakonodaja omogoča, da se zaposlene v javni upravi, ki so povezani z 
ekstremističnimi skupinami, lahko odpusti ali zaposli oziroma ostajajo v sistemu, 
saj bi bile ob prepovedi/odpovedi zaposlitve kršene njihove človekove pravice? 
 Ali bi bilo treba ekstremizem v javni upravi z vidika zaposlovanja prepovedati? Ali 
je dovoljen oziroma ignoriran?  
 
V magistrskem delu bom zaradi zelo široke problematike ekstremizma preverjala 
naslednje hipoteze:  
 H1: Preventiva pred ekstremizmom je z vidika človekovih pravic 
najboljša rešitev za njegovo preprečevanje, politika pa mora javno 
spregovoriti o prisotnosti skrajnih skupin in gibanj v Republiki Sloveniji. 
 H2: Republika Slovenija je izpeljala vse zakonodajne postopke za 
uspešen boj zoper vse vrste ekstremizma. 
 H3: Republika Slovenija se na problematiko učinkovito odziva z ustrezno 
zakonodajo, politika in različne pristojne institucije (varnostno- 
obveščevalne službe) pa uspešno delujejo v smeri preprečevanja 
ekstremizma in delovanja ekstremističnih skupin.  
 H4: Delovnopravna ureditev zaposlovanja v javni upravi onemogoča 
zaposlovanje pripadnikov in simpatizerjev ekstremističnih skupin. 
 
Menim, da je s preverjanjem teh hipotez mogoče prikazati dejansko stanje v javni upravi, 
to pa pomeni, da se bomo morali kot družba, predvsem pa javna uprava sama s pojavi 
ekstremizma odločno spopasti. 
 
V magistrskem delu bodo uporabljene naslednje metode raziskovanja: 
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 komparativna metoda raziskovanja, s katero bom sekundarne vire in tudi vire 
drugih avtorjev med seboj primerjala in z njihovo pomočjo in metodo 
posploševanja zapisala sklepe, kjer se bodo le-ti smiselno vsebinsko vključevali v 
tematiko magistrske naloge; 
 zgodovinska metoda, s katero bom iz že znanih študij in raziskav predstavila 
posledice določenih ravnanj ekstremizma; 
 metoda kompilacije, s katero bom povzemala stališča in spoznanja drugih avtorjev; 
 metoda deskripcije, s katero bom opisovala posamezne pojme; 
 induktivno-deduktivna metoda in 
 analitično-sintetična metoda. 
 
Tematika magistrskega dela je aktualna, a premalo obdelana, zato mi je omogočila veliko 
raziskovalnega prostora. Prvi cilj magistrskega dela je ugotoviti, ali je pri varnostnem 
preverjanju posameznika mogoče spregledati, da je pripadnik ekstremistične skupine, in 
ga zaposliti v javni upravi, kakšne so možnosti morebitnega kasnejšega odkrivanja takšne 
osebe, zaposlene v javni upravi, in kako se v RS spopadamo s takimi težavami oziroma 
kako imamo urejeno zakonodajo na tem področju. Drugi in glavni cilj magistrskega dela je 
nov pogled v prihodnost in ponudba rešitev v smislu popravkov veljavne zakonodaje in 
uveljavljanja ukrepov, ki bodo imeli dolgoročen vpliv na preventivno delovanje in 
ozaveščanje družbe glede delovanja ekstremističnih skupin in ekstremizma pri nas, saj 
taka primerjava doslej še ni bila opravljena. Pomembno je, da se v državi javno 
spregovori o ključnih varnostnih vprašanjih, ni pa tako zelo pomembno, da se poudarjajo 






2 SOCIOLOŠKA OPREDELITEV POJMOV 
 
 
Definicija1 je razlaga ali pomen besede oziroma besedne zveze, ki opisuje pomen. 
Aristotel2 je v enem od svojih del zapisal: »Če definiranje pokaže bodisi, kaj (nekaj) je, 
bodisi, kaj označuje neko ime, in če nikakor ne pokaže kajstva, bo definicija opis, ki 
označuje isto kot ime. Definicija namreč ne pokaže, da je to, kar opisuje, mogoče, niti da 
je definicija tistega, česar trdi, da je; pač pa je (o tem) vedno mogoče vprašati, zakaj.« 
(Aristotel, 2012, str. 141) 
 
Na podlagi Aristotelovih dognanj še danes razlikujemo med nominalno in realno definicijo. 
»Nominalna definicija zgolj pojasnjuje pomen neke besede in odgovarja na vprašanje, kaj 
označuje neka beseda, realna pa opredeljuje bistvo ali kajstvo stvari.« (Aristotel, 2012, 
str. 246) 
 
V tem poglavju se bom dotaknila nekaterih opredelitev, nujnih za lažje razumevanje 
problematike. Med njimi je najpomembnejša opredelitev ekstremizma, saj jo navaja le ena 
država članica EU. Praksa na področju opredeljevanja ekstremizma je različna od države 
do države. Opredelila bom pojme nasilni ekstremizem, radikalizem, ideološki, politični in 
verski radikalizem ter sovražni govor. Poglavje bo obsegalo tudi opredelitev pojma tajnost, 
kaj si pod njim predstavljamo in kako pomembna je posameznikova kultura, da se tajnosti 
podatkov ne razkriva in kaj vse se zajema v ta proces.  
 
Dotakniti pa se je treba tudi pojma in pomena (nacionalna) varnost, kaj se opredeljuje z 
njim in zakaj je pomembno, da se tega zavedamo. Nacionalna varnost pri kadrovanju v 
nacionalni varnostni sistem je zelo pomembna, zato bom skušala ugotoviti, ali je zaradi 
oseb, ki se lahko infiltrirajo v sistem, nacionalna varnost ogrožena in ali je naša 
zakonodaja na tem področju dovolj učinkovita. Pri tem vprašanju bom zavrgla ali potrdila 
hipotezi številka tri in štiri. 
 
2.1 OPREDELITEV POJMA EKSTREMIZEM - SPLOŠNO 
 
Opredelitev ekstremizma ni samo ena. V nadaljevanju bom navedla samo nekatere 
                                                 
1 "Definícija -e ž (í) natančen opis pojma z navedbo vseh njegovih bistvenih znakov, (natančna) 
razlaga: najti, podati pravo definicijo; znati definicijo na pamet; kratka, pravilna definicija; 
matematične definicije / definicija besede; definicija imperializma, naroda" (SSKJ, 2014) 
2 "Aristotel je živel med letoma 384 in 324 pr. n. št. Ni bil samo zadnji veliki grški filozof, temveč je 
bil tudi prvi veliki biolog v Evropi. Ukvarjal se je z izredno veliko stvarmi, nekatere vede je 
formuliral povsem na novo in položil njihove temelje, ki so jih kasneje razvijali drugi znanstveniki. 
Ima izredno velik pomen v evropski kulturi, ravno on je ustvaril strokovni jezik, ki ga posamezne 
znanstvene panoge uporabljajo še danes. Bil je izredno velik sistematik, ukvarjal se je z biologijo, 
filozofijo, matematiko, logiko, astronomijo, etiko, politiko ... Aristotel je kritiziral svet idej." 
(Fakulteta za matematiko in fiziko, 2010) 
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avtorje, ki pojem opredeljujejo. V povzetih opredelitvah gre predvsem za "ozko"3 
pojmovanje ekstremizma, zato je po mojem mnenju potreben širši razmislek za realno 
opredelitev, ki bi jo lahko vnesli v naš pravni red.  
 
»Politični ekstremizem je raba nasilnih in nedemokratičnih metod za dosego političnih, 
ideoloških in religijskih ciljev. Po takšnem pristopu je termin ekstremizem rezerviran za 
skupine, ki zavračajo tako demokratične metode kot demokratične vrednote.« (Larsen & 
Phil v: Backes, 2010) 
 
»Pri političnem ekstremizmu je značilna predvsem raba političnega nasilja. To vključuje 
ulične izgrede, nasilje proti ljudem, zasedbo prostorov, politični vandalizem, bombne 
napade, grožnje, nadlegovanje, zločine iz sovraštva, vključno z rasističnimi in fizičnimi 
napadi na etnične, verske, politične ali spolne manjšine.« (Larsen & Phil v: Karpantschof & 
Mikkelsen, 2008) 
 
»Ekstremizem je v svojem bistvu politični termin, ki označuje dejavnosti, ki so v nasprotju 
z normami države, so skrajno nestrpne do drugih, zavračajo demokracijo kot sredstvo 
vladanja in načina reševanja problemov, in ki ne nazadnje tudi zavračajo obstoječi 
družbeni red.« (Sotlar, 2005, str. 273) 
 
2.1.1 OPREDELITEV EKSTREMIZMA V REPUBLIKI SLOVENIJI 
 
Opredelitve ekstremizma naš pravni red ne pozna. Šele leta 2014 se pojavi predlog 
opredelitve ekstremizma v vmesnem poročilu parlamentarne preiskovalne komisije za 
ugotovitev in oceno delovanja ekstremističnih skupin. Vendar gre zgolj za nastavek 
opredelitve, ki bi jo bilo smiselno vnesti v zakonodajo, in sicer po mnenju stroke v 
Kazenski zakonik, kjer bi se opredeljevala kazniva dejanja na področju ekstremizma, in v 
področno zakonodajo, to je v Zakon o društvih in Zakon o varstvu javnega reda in miru, 
kjer bi bilo treba opredeliti milejše prestopke kot prekrške. Po prepričanju stroke ni dobro, 
da si vsak organ ekstremizem po svoje razlaga, po drugi strani pa je pri nas zelo dobro 
opredeljen terorizem kot naslednja stopnja ekstremizma. Predlagana opredelitev izhaja iz 
treh ravni, ki pa se med seboj razlikujejo po dejavnikih in ravnanjih posameznika ali 
skupine in zajemajo (ne)demokratično naravo političnega sistema, politično kulturo, 
sistem vrednot, ideologijo, politični cilj, osebne izkušnje in značilnosti in še bi lahko 
naštevali.  
 
Prva raven je radikalizem, ki nasprotuje ustavnim načelom, zato ga je nujno treba 
razlikovati od ekstremizma kot druge ravni, ki pa je v svoji osnovi do ustavnih načel 
sovražen. Obe ravni se kasneje razvijeta v terorizem, ki pa je že natančno opredeljen. Vse 
navedeno pa lahko štejemo kot obrazložitev k predlagani opredelitvi ekstremizma, ki se 
glasi: 
                                                 
3
 "Ozko" pomeni, da ne gre le za politično motiviran proces, temveč je treba vzroke zanj iskati v 
verskih, ideoloških in drugih ozadjih.  
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»Ekstremizem je izraz, ki označuje dejavnosti, ki so moralno, ideološko ali politično v 
nasprotju z zapisanimi zakonskimi in ustavnimi ter nezapisanimi normami države, ki so 
skrajno nestrpne do drugih, zavračajo demokracijo kot sredstvo vladanja in način 
reševanja problemov, ki zavračajo veljavni družbeni red. Ekstremizem lahko sicer 
opredelimo tudi kot ravnanje, ki se na drugi ravni stopnjuje v nasilni ekstremizem, na 
tretji ravni pa v terorizem, ki pa je že natančno opredeljen. Varnostne analize in študije 
NATA ter EU uporabljajo opredelitev "skrajna skupina" z naslednjimi dimenzijami: leva 
skrajna skupina, desna skrajna skupina, islamska skrajna skupina, nasilna skrajna skupina 
in nenasilna skrajna skupina.« (DZ RS, 2014, str. 48) 
 
2.1.2 OPREDELITEV EKSTREMIZMA V IZBRANIH DRŽAVAH ČLANICAH 
EVROPSKE UNIJE 
 
Opredelitev ekstremizma v državah članicah EU ni enako pravno urejena ali pa je sploh ni, 
zato bom predstavila samo nekaj držav članic, po katerih bi se Slovenija lahko zgledovala. 
Kot sem omenila v uvodu, bom naredila primerjavo4 zgolj za Avstrijo, Belgijo, Slovaško, 
Norveško in Združeno kraljestvo.  
 
Avstrija v svoji zakonodaji nima opredelitve ekstremizma, ima pa v področni zakonodaji 
urejeno prepoved ustanavljanja in delovanja določenih političnih strank in tudi drugih 
organizacij. Ekstremistični pogledi, prepričanja in radikalna ideologija po zakonu niso 
kaznivi, kazniva je le nacionalistična dejavnost. 
 
Pojmi desni ekstremizem, levi ekstremizem in militantne skupine se v Avstriji uporabljajo 
in razumevajo na različne načine, razlike pa so predvsem pri uporabi v medijih, politiki in 
širši družbi. 
 
Za države Belgija, Norveška in Združeno kraljestvo je skupno, da opredelitve 
ekstremizma v svoji zakonodaji nimajo zapisane. Kot posebnost pa jih zaznamuje, da 
ustanavljanje ekstremističnih skupin ni izrecno prepovedano, veljajo pa v posameznih 
zakonih določene omejitve glede njihovega delovanja. V Belgiji imajo glede ustanavljanja 
političnih strank posebno ureditev, saj v zakonodaji ne prepovedujejo njihovega 
ustanavljanja brez izjem, ampak imajo v posebnem zakonu opredeljene omejitve pri 
dodeljevanju sredstev za njihovo delovanje. Norveška se na problematiko ekstremizma 
odziva zelo odprto in ničesar ne prepoveduje (zanikanje holokavsta, genocida, 
ksenofobija, sovražni govor ali fašistično izražanje), se pa lahko sankcionira po kazenskem 
zakoniku, praksa pa se od primera do primera razlikuje. V Združenem kraljestvu v 
zvezi z ekstremizmom delujejo po komunikacijski strategiji, ki temelji predvsem na 
medgeneracijskem sodelovanju, na preventivnem delovanju lokalnih skupnosti, kamor so 
vključene tudi enote policije in obveščevalne službe. Zanikanje holokavsta in genocida ni 
zakonsko urejeno, se pa lahko kaznuje po zakonodaji, ki ureja sovražni govor, vendar pod 
pogojem, da so izpolnjene zahteve iz področnih aktov.  
                                                 
4 Podatki za izbrane države so povzeti po Blažič & Žagar (2013a, 2013b). 
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Slovaška je edina država med članicami EU, ki ima ekstremizem omenjen v svoji 
zakonodaji. Pojavlja se v ustavi in dveh zakonih, natančneje v Kazenskem zakoniku in v 
Zakonu o združenjih. Slovaška po svoji specifiki sodi med države, ki v zakonodaji 
omejujejo ustanavljanje nekaterih organizacij, združenj in gibanj, kamor lahko uvrščamo 
tudi Francijo in Madžarsko. 
 
2.2 OPREDELITEV POJMA NASILNI EKSTREMIZEM 
 
V poglavju 2.1.1 je ekstremizem opredeljen kot ravnanje, ki se na drugi ravni stopnjuje v 
nasilni ekstremizem, na tretji pa v terorizem. Torej stroka meni, da moramo, ko govorimo 
o ekstremizmu, govoriti predvsem o nasilnem ekstremizmu.  
 
Opredelitev nasilnega ekstremizma mora »vključevati ključno ločnico med nevarnim 
ekstremizmom in varnostno nevarnim ekstremizmom. Ločnica med njima se pojavlja na 
točki nasilnosti oz. nenasilnosti delovanja ekstremističnih skupin, posameznikov, pri čemer 
ne smemo izpustiti dejanja ščuvanja k takšnemu nasilju. Ključna grožnja ekstremističnih 
skupin je grožnja življenju, premoženju, kritični infrastrukturi, poskus nasilne menjave 
vlade, nasilni prevzem institucij, odprava demokratične ureditve. Ekstremizem, ki ogroža 
slovensko demokratično ureditev, so vsi pojavi, ki zanikajo obstoj delitve oblasti, ki 
onemogočajo, da institucije, kritična infrastruktura opravljajo svoje delo, kot tudi sama 
nasilna menjava vlade ali zanikanje pomena instituta volitev. Ravno volitve so pomemben 
element, saj vstop ekstremistične politične stranke v parlament lahko pomeni novo 
opredelitev, kaj je sredinsko razumevanje vrednot neke družbe in s tem tudi vključitev 
določenih ekstremističnih idej v to pojmovanje.« (DZ RS, 2014, str. 29) 
 
»Evropska komisija že podpira prizadevanja držav članic za preprečevanje nasilnega 
ekstremizma in boj proti njemu.« (Evropska komisija, 2014) 
 
2.3 OPREDELITEV POJMA RADIKALIZEM 
 
»Boj proti radikalizaciji že od leta 2005 sledi smernicam iz strategije EU za boj proti 
radikalizaciji in novačenju za terorizem. Strategija upošteva dejstvo, da so za 
zagotavljanje varnosti pristojne države članice, vsebuje pa skupne standarde in ukrepe za 
preprečevanje radikalizacije in novačenja za terorizem, ki so strnjeni v tri ključna poglavja:  
 onesposobitev delovanja posameznikov in mrež, ki novačijo za terorizem; 
 zagotovitev, da večinsko javno mnenje prevlada nad ekstremističnimi nazori; 
 odločnejše uveljavljanje varnosti, pravice, demokracije in možnosti za vse.  
 
Komisija je ob spoznanju, da je radikalizacijo najlažje omejiti na ravni, ki je najbližje 
ranljivim posameznikom v najbolj prizadetih skupnostih, septembra leta 2011 ustanovila 
mrežo EU za ozaveščanje o radikalizaciji (RAN). RAN po celi EU podpira delavce na 
terenu, ki so vključeni v proces preprečevanja radikalizacije in nasilnega ekstremizma, ter 
lajša izmenjave izkušenj in najboljših praks med njimi. Vodilne strokovnjake in delavce na 
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terenu združuje v osem delovnih skupin, in sicer: policija in organi pregona, prispevek 
žrtev terorizma, internet in družbeni mediji, preprečevanje radikalizacije, zapor in pogojni 
odpust, zdravje ter notranja in zunanja razsežnost ukrepov.« (Evropska komisija, 2014) 
 
»Termin (nasilna) radikalizacija pomeni proces privzemanja ali promoviranja 
ekstremističnega vrednostnega sistema z namenom pospeševanja ideološko osnovanega 
nasilja za dosego političnih, verskih in socialnih ciljev ter sprememb.« (H. R. 1955, 2007) 
 
»Radikalizacija je stopnjujoč osebni razvoj posameznika, terorizem pa je končna posledica 
procesa radikalizacije. Posamezniki postopoma prevzemajo ekstremistično versko/politično 
držo, kar legitimira terorizem kot orodje, s pomočjo katerega se doseže sprememba v 
družbi. Celoten proces je pod vplivom številnih dejavnikov, ki ga spodbujajo ali zavirajo. 
Adaptacija in razvoj ekstremističnega sistema vrednot pripeljeta do točke, kjer slednji 
deluje kot katalizator za teroristično dejanje. Samo skozi poglobljeno razumevanje in 
presojo družbenih in behaviorističnih indikatorjev, ki definirajo različne stopnje procesa 
radikalizacije, se lahko odgovorne oblasti učinkovito odzovejo na teroristično grožnjo.« 
(Silber & Bhatt, 2007, str. 16). 
 
2.4 OPREDELITEV POJMOV IDEOLOŠKI, POLITIČNI IN VERSKI 
RADIKALIZEM 
 
»Verski, politični in ideološki ekstremizmi izvirajo iz radikalizma, vendar vsak radikalizem 
še ni ekstremizem, vsak ekstremizem pa je radikalizem. Bistveno za ekstremizem je, da 
temelji na določenih dogmah (radikalizmih) in poslanstvu, da spremeni družbo. Dokler so, 
čeprav za nekatere ekstremne ideje, del demokratične politične prakse, pripadnost le-tem 
ne more biti dejavnik omejevanja (vsakdo ima pravico do svetovnega nazora), ko pa 
presežejo demokratične okvire, pa postanejo tako ideje kot ravnanja družbeno 
nesprejemljive. Ideje same so družbeno nesprejemljive, če so v nasprotju z družbenimi 
vrednotami (na primer poveličevanje fašizma, nacizma itd.), opredeljenimi v pravnem 
redu, ravnanja pa so družbeno nesprejemljiva, če potekajo po mehanizmih, ki jih 
demokratična družba zavrača in jih v naprej opredeljuje kot taka, običajno v kaznovalno 
pravnem okviru. Na primer poglavja Kazenskega zakonika RS: Kazniva dejanja zoper 
človečnost, Kazniva dejanja zoper človekove pravice in svoboščine, Kazniva dejanja zoper 
delovno razmerje in socialno varnost, Kazniva dejanja zoper uradno dolžnost, javna 
pooblastila in javna sredstva, Kazniva dejanja zoper javni red in mir, Kazniva dejanja 
zoper obrambno moč države. Ta inkriminacijski okvir na eni strani omogoča zaščito 
družbe in posameznikov pred nesprejemljivimi ravnanji posameznikov in skupin, po drugi 
strani pa omogoča arbitrarno poseganje predstavnikov oblastnih organov v pravice in 
svoboščine posameznikov, bodisi splošne bodisi delovno pravne narave.« (Andrej Rupnik, 




2.5 OPREDELITEV POJMA SOVRAŽNI GOVOR 
 
Sovražni govor sam po sebi ni ekstremno dejanje, lahko pa se stopnjuje v nasilje in –
zgodovinsko gledano – je najpomembnejši generator sovraštva, na kar nas opozori 
Leskošek (2005), saj že z naslovom dela pove, da gre za družbene vrednote razumevanja 
skozi prizmo "mi-oni". Nestrpnost, sovraštvo in nasilje je mogoče zaznati prav pri desnem 
ekstremizmu5, saj so "oni" del družbe, ki je drugačen in slabši del družbe kot "mi". "Mi" se 
opredeljuje kot rešitelj družbe in je zaznan v vlogi žrtve, ki jo napada. Če izraza 
poenostavimo, so "oni" sovražniki družbe, ki jih je treba onemogočiti, "mi" pa so rešitelji 
družbe. 
 
»Sovražni govor je eno najmočnejših sredstev diskriminacije, še posebno, ker ga težko 
definiramo in še teže preiskujemo in kaznujemo. Je neraziskano področje in je redko 
predmet znanstvenega interesa, kar nakazuje pomanjkanje literature s tega področja. 
Podobno kot druge oblike diskriminacije temelji na prepričanju, da so nekateri ljudje 
manjvredni, ker pripadajo določeni skupini. Glavni cilj je razčlovečiti tiste, proti katerim je 
usmerjen, njegov namen pa je ponižati, prestrašiti, spodbuditi nasilje in druge akcije 
glede na rasne, etnične, spolne, religiozne, nacionalne ter telesne izvore in značilnosti teh 
skupin. Izraz zajema govorno in pisno komunikacijo in je še posebno nevaren, ker 
legitimira druga sovražna dejanja, kot so fizični napadi ali institucionalno nasilje.« 
(Leskošek, 2005, str. 82) 
 
2.6 POJEM IN KRITERIJ TAJNEGA PODATKA 
 
Zakon o tajnih podatkih (v nadaljevanju ZTP) med opredelitvami pojmov določa, da je 
tajni podatek opredeljen kot »dejstvo z delovnega področja organa, ki se nanaša na javno 
varnost, obrambo, zunanje zadeve ali obveščevalno in varnostno dejavnost države, ki ga 
je zaradi razlogov, določenih v tem zakonu, treba zavarovati pred nepoklicanimi osebami 
in ki je v skladu s tem zakonom določeno in označeno za tajno.« (ZTP, 2. člen) 
 
Iz navedenega izhaja, da morata biti za določitev informacije za tajni podatek hkrati 
izpolnjena dva kriterija:  
 materialni in  
 formalni kriterij. 
 
Materialni kriterij narekuje, da se podatek lahko določi za tajnega samo, če (1) »je tako 
pomemben, da bi z njegovim razkritjem nastale ali bi očitno lahko nastale škodljive 
posledice za varnost države ali za njene politične in gospodarske koristi, ter (2) se hkrati 
nanaša na javno varnost, obrambo, zunanje zadeve ali obveščevalno in varnostno 
dejavnost organov Republike Slovenije oziroma se nanaša na sisteme, naprave, projekte 
in načrte ali znanstvene, raziskovalne, tehnološke, gospodarske in finančne zadeve, ki so 
pomembni za omenjene cilje.« (ZTP, 5. člen) Iz te opredelitve lahko razberemo dva 
                                                 
5 Opredelitvi pojmov "oni" in "mi" sta povzeti po: DZ RS (2013, str. 46). 
11 
elementa materialnega kriterija: 
 nastanek določene vrste kode (vsaj potencialne) zaradi razkritja informacije in  
 povezanost z določenimi, taksativno naštetimi temeljnimi interesi države oziroma 
družbe kot celote. 
 
O možnih škodljivih posledicah, ki bi nastale z razkritjem podatka, mora pooblaščena 
oseba izdelati pisno oceno, ki vsebuje določitev objekta varstva (to je, kateri interesi bi bili 
z razkritjem ogroženi: »varnost države ali njene politične ali gospodarske koristi« (ZTP, 
11. člen)), in oceno teže oziroma intenzivnosti možnih škodljivih posledic. Zanimivo je, da 
ekonomski interesi države niso predvideni objekt varstva, na katerega se lahko nanaša 
tajni podatek, lahko pa so škodno področje (»podatek mora biti tako pomemben, da bi z 
njegovim razkritjem nastale ali bi očitno lahko nastale škodljive posledice za gospodarske 
koristi države« (ZTP, 11. člen)).  
 
Interesna področja, na katera se lahko nanašajo tajni podatki, so v 5. členu ZTP našteta 
taksativno. Povedano drugače, če se informacija po vsebini ne nanaša na eno izmed 
področij varovanja, ki jih v 5. členu določa ZTP, organ dokumenta ne more označiti kot 
tajnega. Tako dokument ne more biti izjema od prosto dostopnih informacij po 1. točki 
prvega odstavka 6. člena ZDIJZ. 
 
2.7 POJEM IN POMEN (NACIONALNE) VARNOSTI 
 
Varnost je temeljna vrednota medčloveških odnosov, ki se institucionalizira z nastankom 
suverene države in sistema držav na globalni ravni. »Tudi na današnji stopnji družbenega 
razvoja je varnost imanentna prvina obstoja in delovanja posameznika, družbe/države in 
mednarodnega sistema. Pri vseh treh omenjenih entitetah gre za to, da si v ogrožajočem 
okolju prizadevajo zagotoviti stanje varnosti oziroma uravnoteženega medsebojnega 
obstoja v ožjem in širšem okviru (npr. posameznik v odnosu do drugih posameznikov in 
države; država v odnosu do drugih držav in mednarodnega sistema). Zato je današnje 
razumevanje varnosti nujno celostno, saj vključuje vse vidike človekovega obstoja in 
delovanja v družbi (npr. ekonomsko, socialno, politično, izobraževalno, komunikacijsko-
informacijsko, obrambno idr.) ter vse ravni njegovega povezovanja in oblike družbenega 
organiziranja (regionalno, nacionalno, mednarodno in svetovno). Varnost se torej nanaša 
na posameznika, družbo/državo v celoti in tudi na mednarodni sistem. Čeprav je 
izpolnjevanje varnostne potrebe posamezne entitete neločljiv del celote, pa med 
omenjenimi entitetami ni harmonije. V tem okviru6 se sodobni varnostni vzorec navzven 
obravnava v obliki štirih temeljnih konceptualnih okvirov, in sicer: 
 individualne varnosti, 
 nacionalne varnosti, 
 mednarodne varnosti, 
                                                 
6 »V okviru Varnostnih študij se danes pojavlja celo pet različnih med seboj povezanih pristopov 
oziroma varnostnih koncepteov, in sicer: 1. nacionalni (National), 2. mednarodni (International), 3. 
regionalni (Regional), 4. čezdržavni (Transstate) in 5. globalni (Global).« (Grizold, 1999, str. 444) 
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 globalne varnosti. 
 
Posameznik najbolj neposredno občuti najprej in predvsem svoje individualne potrebe, 
torej tudi potrebo po varnosti. Slednja mu, če je izpolnjena, omogoča kakovostni obstoj in 
razvoj. Individualna varnost je vedno relativna, ker je odvisna od namenov in dejanj 
drugih članov sodobne družbe, ki lahko prispevajo k varnosti drugih ali pa jih ogrožajo. 
 
Pri nacionalni varnosti gre za prizadevanje nacionalne države, da zagotovi varnost vsem 
članom družbe pred ogrožanjem od zunaj (posegi, napadi, okupacija, blokada idr.) in 
znotraj družbe (ogrožanja reda in miru, kriminal idr.).« (Grizold, 1999, str. 17–19) 
 
Republika Slovenija je na področju nacionalne varnosti sprejela dokument – Resolucijo o 
strategiji nacionalne varnosti, ki jo je leta 2001 (Uradni list RS, št. 56/01) sprejel slovenski 
parlament. Gre za nadgradnjo resolucij iz let 1993–1994. »Vlada RS je v letu 2009 začela 
proces sprejemanja Resolucije o strategiji nacionalne varnosti Republike Slovenije, jo tudi 
sprejela na svoji 63. seji 14. 1. 2010 in posredovala v obravnavo Državnemu zboru 
(Poročevalec DZ RS št. 9/10). Z dnem njenega sprejetja je prenehala veljati Resolucija o 
strategiji nacionalne varnosti Republike Slovenije iz leta 2001 (Uradni list RS, št. 56/01).  
 
V uvodu resolucije je zapisano, da je le-ta temeljni razvojno-usmerjevalni dokument na 
področju nacionalne varnosti.« (Brezovšek & Črnčec, 2010, str. 19). Z resolucijo se 
»opredeljujejo nacionalni interesi in nacionalno varnostni cilji Republike Slovenije, analizira 
varnostno okolje, viri ogrožanja varnosti in varnostna tveganja države, določa izhodišča 
politike odzivanja Republike Slovenije na posamezne varnostne grožnje in tveganja ter 
določa najširše sistemsko-organizacijske rešitve celovitega delovanja države pri 
zagotavljanju nacionalne varnosti.« (Brezovšek & Črnčec, 2010, str. 19) 
 
V tem delu je treba kot pomemben vidik omeniti tudi razlike med grožnjo in tveganjem, ki 



















RAZMERJE MED VARNOSTNO 




Vir: Rupnik (2015) 
 
Kot lahko iz slike razberemo, varnostno grožnjo pomenijo, pojavi in dejanja, ki 
predstavljajo jasno in trenutno nevarnost, varnostno tveganje pa pomeni, da smo zmožni 
prepoznati dogodek, ki bi se lahko zgodil, da smo sposobni preprečiti incident, da smo ga 
sposobni raziskati, če do njega pride, in kar je najpomembnejše, je sposobnost 
odpornosti. To lahko definiramo tako, da moramo biti sposobni obvladovati situacijo po 
dogodku (kaos, radikalne nepremišljene spremembe zakonodaje … ). 
 
»Mednarodna varnost predpostavlja dve med seboj povezani instituciji, in sicer ravnotežje 
moči ter koncert velikih sil. Medtem, ko ravnotežje moči kot institucionalni koncept 
poudarja vrednote pluralizma in družbe držav na globalni ravni nasproti hegemonizmu 
držav ali imperijev, pa je v konceptu koncerta velikih sil prisotna ideja o sodelovanju 
velikih sil pri zagotavljanju mednarodnega miru in varnosti.« (Grizold, 1999, str. 25–26)  
 
V magistrskem delu gre predvsem za raziskovanje, kako je na nacionalni ravni 
zagotovljena varnost vsem članom družbe pred ogrožanjem od zunaj, če/ko je izpolnjen 
prvi pogoj, ki zahteva, da se pri kadrovanju v varnostno-obveščevalni sistem upošteva 
standarde, s katerimi se krepi zaupanje državljanov. To je nujno, ker imajo vojaki in 
policisti posebna pooblastila, s katerimi lahko posegajo v posameznikovo zasebnost. 
Zaradi navedenega pa po mnenju Prezlja » … SOVA in OVS nista dovolj transparentni, saj 
ne proizvajata dovolj outputa, da bi slovenska javnost vedela, kje so ključne grožnje 
nacionalne varnosti. Letna poročila z navajanjem teh podatkov, kar je praksa v nekaterih 
državah, bi bili zelo pomemben signal strokovnim službam in javnosti, kaj se v Sloveniji 
dogaja. Navedek v poročilu, da neka ekstremna skupina ogroža Slovenijo, bi že bila 
podlaga, da bi se članstvo v takšni skupini štelo za akt ogrožanja države. Nenazadnje bi to 
lahko bila tudi osnova za utemeljitev varnostnega zadržka.« (DZ RS, 2014, str. 31). 
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3 PRAVNI RED V REPUBLIKI SLOVENIJI 
 
 
V Republiki Sloveniji imamo poleg Ustave, ki je najvišji pravni akt, kar pet zakonskih 
ureditev, ki zajemajo vsakršno spodbujanje k narodni, rasni, verski ali drugi 
neenakopravnosti ter razpihovanje narodnega, verskega ali drugega sovraštva ali 
nestrpnosti. V nadaljevanju bom podrobno opisala to področno zakonodajo in skušala 
prikazati njene pomanjkljivosti. 
 
V tabeli številka 1 so zajeti vsi zakoni, ki po mnenju pravosodja zajemajo delovanje 
ekstremističnih skupin v Sloveniji. 
 
Tabela 1: Temeljna zakonodaja o delovanju ekstremističnih skupin v Sloveniji 
 
Država Temeljna zakonodaja 
Slovenija Ustava Republike Slovenije 
Kazenski zakonik 
Zakon o varstvu javnega reda in miru 
Zakon o društvih 
Zakon o verski svobodi 
Zakon o medijih 
 
Vir: DZ RS (2014) 
 
V nadaljevanju bom zakonodajni okvir o delovanju ekstremističnih skupin v RS zajela v 
poglavjih 3.1.1 Ustava Republike Slovenije, 3.1.2 Kazenski zakonik, natančneje njegov 
297. člen, 3.1.3 Zakon o varstvu javnega reda in miru, 3.1.4 Zakon o društvih (2002), 
3.1.5 Zakon o verski svobodi in 3.1.6 Zakon o medijih.  
 
3.1 TEMELJNA ZAKONODAJA O DELOVANJU EKSTREMISTIČNIH SKUPIN 
V REPUBLIKI SLOVENIJI 
 
Trenutna temeljna zakonodaja o delovanju ekstremističnih skupin v Republiki Sloveniji je 
zajeta v Ustavi in petih zakonih. 
 
3.1.1 USTAVA REPUBLIKE SLOVENIJE 
 
Z ekstremizmom so v Ustavi povezani trije členi, in sicer: 
 63. člen prepoveduje vsakršno spodbujanje k narodni, rasni, verski ali drugi 
neenakopravnosti ter razpihovanje narodnega, rasnega, verskega ali drugega 
sovraštva ali nestrpnosti.  
 39. člen zagotavlja svobodo izražanja misli, govora in javnega nastopanja, tiska in 
drugih oblik javnega obveščanja in izražanja. Vsakdo lahko svobodno zbira, 
sprejema in širi vesti in mnenja.  
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 42. člen zagotavlja pravico do mirnega zbiranja in do javnih zborovanj. Vsakdo ima 
pravico, da se svobodno združuje z drugimi. Zakonske omejitve teh pravic so 
dopustne, če to zahteva varnost države ali javna varnost ter varstvo pred širjenjem 
nalezljivih bolezni.  
 
3.1.2 KAZENSKI ZAKONIK REPUBLIKE SLOVENIJE 
 
V Kazenskem zakoniku je ključnega pomena 297. člen, ki sankcionira javno spodbujanje 
sovraštva, nasilja ali nestrpnosti, in sicer: 
»(1) Kdor javno spodbuja ali razpihuje sovraštvo, nasilje ali nestrpnost, ki temelji na 
narodnostni, rasni, verski ali etnični pripadnosti, spolu, barvi kože, poreklu, 
premoženjskem stanju, izobrazbi, družbenem položaju, političnem ali drugem prepričanju, 
invalidnosti, spolni usmerjenosti ali katerikoli drugi osebni okoliščini, in je dejanje storjeno 
na način, ki lahko ogrozi ali moti javni red in mir, ali z uporabo grožnje, zmerjanja ali 
žalitev, se kaznuje z zaporom do dveh let. 
(2) Enako se kaznuje, kdor na način iz prejšnjega odstavka javno širi ideje o večvrednosti 
ene rase nad drugo ali daje kakršnokoli pomoč pri rasistični dejavnosti ali zanika, 
zmanjšuje pomen, odobrava, opravičuje, smeši ali zagovarja genocid, holokavst, 
hudodelstvo zoper človečnost, vojno hudodelstvo, agresijo ali druga kazniva dejanja zoper 
človečnost, kot so opredeljena v pravnem redu Republike Slovenije. 
(3) Če je dejanje iz prejšnjih odstavkov storjeno z objavo v sredstvih javnega obveščanja 
ali na spletnih straneh, se s kaznijo iz prvega ali drugega odstavka tega člena kaznuje tudi 
odgovorni urednik oziroma tisti, ki ga je nadomeščal, razen če je šlo za prenos oddaje v 
živo, ki ga ni mogel preprečiti ali za objavo na spletnih straneh, ki uporabnikom 
omogočajo objave vsebin v dejanskem času oziroma brez predhodnega nadzora. 
(4) Če je dejanje iz prvega ali drugega odstavka tega člena storjeno s prisilo, grdim 
ravnanjem, ogrožanjem varnosti, sramotitvijo etničnih, narodnostnih, narodnih ali verskih 
simbolov, poškodovanjem tujih stvari, skrunitvijo spomenikov, spominskih znamenj ali 
grobov, se storilec kaznuje z zaporom do treh let. 
(5) Če stori dejanja iz prvega ali drugega odstavka tega člena uradna oseba z zlorabo 
uradnega položaja ali pravic, se kaznuje z zaporom do petih let. 
(6) Sredstva in predmeti s sporočili iz prvega in drugega odstavka tega člena, pa tudi 
pripomočki, namenjeni za njihovo izdelovanje, razmnoževanje in razpečevanje, se 
vzamejo ali njihova uporaba ustrezno onemogoči.« (KZ, 297. člen) 
 
3.1.3 ZAKON O VARSTVU JAVNEGA REDA IN MIRU 
 
V Zakonu o varstvu javnega reda in miru 20. člen zakona določa sankcije za vzbujanje 
nestrpnosti, in sicer če storilec namenoma vzbuja narodnostno, rasno, spolno, etnično, 
versko, politično nestrpnost ali nestrpnost glede spolne usmerjenosti. 
 
3.1.4 ZAKON O DRUŠTVIH 
 
Zakon o društvih v 3. členu določa omejitve pri ustanavljanju društev. Omejitve se 
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nanašajo na neenakopravnost in sovraštvo. Prvi odstavek 3. člena določa, da ni dovoljeno 
ustanoviti društva, katerega namen, cilji ali dejavnost merijo na nasilno spremembo 
ustavne ureditve, na izvrševanje kaznivih dejanj ali spodbujajo k narodni, rasni, verski ali 
drugi neenakopravnosti, razpihovanju narodnega, rasnega, verskega ali drugega 
sovraštva in nestrpnosti oziroma spodbujajo k nasilju ali vojni. 
 
3.1.5 ZAKON O VERSKI SVOBODI 
 
V Zakonu o verski svobodi sta dva člena, ki se nanašata na obravnavano temo, in sicer 3. 
člen določa splošno prepoved verske diskriminacije, razpihovanja verskega sovraštva in 
nestrpnosti, 12. člen pa določa, da se cerkvi ali drugi verski skupnosti s sodno odločbo 
prepove delovanje, če s svojim delovanjem huje krši ustavo, spodbuja k narodni, rasni, 
verski ali drugi neenakopravnosti, k nasilju ali vojni ali razpihuje narodno, rasno, versko ali 
drugo sovraštvo oziroma nestrpnost ali preganjanje. Na podlagi take sodne odločbe 
cerkev ali drugo versko skupnost iz registra izbriše organ, pristojen za verske skupnosti.  
 
3.1.6 ZAKON O MEDIJIH 
 
V veljavnem Zakonu o medijih 8. člen prepoveduje razširjanje programskih vsebin, ki 
spodbujajo k narodni, rasni, verski, spolni ali drugi neenakopravnosti, k nasilju in vojni ter 




Že bežen pogled na navedena določila nakazuje, da zakonodaje na tem področju nimamo 
urejene. V nobenem zakonu ne opredeljujemo pojma "ekstremizem", kar nakazuje, da bi 
bilo zakonodajo smiselno dopolniti. Največkrat v njej govorimo o sovražnem govoru, 
nestrpnosti in njenem širjenju, ksenofobiji, kar pa je seveda temelj za izbruh radikalizma, 
ki lahko preide v nasilni ekstremizem, kasneje pa celo v terorizem. 
 
To poglavje lahko sklenemo z ugotovitvijo, da H2: Republika Slovenija je izpeljala vse 
zakonodajne postopke za uspešen boj zoper vse vrste ekstremizma, ni bilo mogoče v 
celoti potrditi. Zakaj? Če država nečesa ne prizna, kako naj se proti temu ustrezno bori? 
Če zakonodaja ureja boj zoper širjenje nestrpnosti in sovražnega govora, to še ne pomeni, 
da ureja boj zoper ekstremizem. Dokler ne bomo začeli javno razpravljati, kaj 
ekstremizem je, ga vpeljevati v naš pravni red in dodeljevati širše pristojnosti našim 
organom (policija, SOVA, OVS), da bodo na tem področju lahko delovali preventivno, 
toliko časa se ne bomo mogli dovolj učinkovito boriti zoper vse vrste ekstremizma.  
 
3.2 UPRAVLJANJE OBVEŠČEVALNE IN VARNOSTNE DEJAVNOSTI V 
REPUBLIKI SLOVENIJI 
 
Za zaposlitev v javni upravi imamo omejitve, ki so opredeljene v različnih področnih 
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zakonih in kolektivnih pogodbah zaposlenih. Po Zakonu o javnih uslužbencih (v 
nadaljevanju ZJU) se ravnajo ministrstva in agencije, imamo pa tudi Zakon o delovnih 
razmerjih (v nadaljevanju ZDR), po katerem se ravna javni sektor in je samo minimalni 
normativ, ki velja pri kadrovanju in ureja delovna razmerja.  
 
Za boljše razumevanje upravljanja obveščevalne in varnostne dejavnosti v Republiki 
Sloveniji je treba vedeti, kakšna je delitev oblasti, kar je nakazano na sliki 2. V RS se deli 
oblast na zakonodajno, izvršilno in sodno vejo oblasti. Vsaka ima svoje naloge. Med seboj 
so neodvisne, hkrati pa vse tri vplivajo na upravljanje obveščevalno-varnostne dejavnosti. 
 
Zakonodajna veja oblasti je Državni zbor, ki ima v svojem delovnem procesu Komisijo za 
nadzor varnostno-obveščevalnih služb. Ta temelji predvsem na nadziranju varnostnih 
služb in jo vedno vodi opozicija. Predsednik in člani komisije se ravnajo po Zakonu o 
parlamentarnem nadzoru obveščevalnih in varnostnih služb in delujejo po Poslovniku 
Komisije za nadzor obveščevalnih in varnostnih služb. 
 
Izvršilna veja oblasti je Vlada, sestavljena iz ministrstev. Navedla bom samo tisti njen del, 
ki je pomemben za razumevanje obravnavane teme, in sicer Svet za nacionalno varnost, 
Ministrstvo za obrambo, Ministrstvo za notranje zadeve in Slovenska obveščevalno-
varnostna agencija. Svet za nacionalno varnost je sestavljen iz članov in sekretariata sveta 
za nacionalno varnost in na sliki lahko vidimo, kdo vse je lahko vabljen na sejo sveta, ki jo 
skliče predsednik vlade, in kdo jo vodi ter kdo so njeni člani.  
 
Znotraj Ministrstva za obrambo imamo Obveščevalno-varnostno službo, katere delovanje 
je predpisano v Zakonu o obrambi, Zakonu o kazenskem postopku in Zakonu o Slovenski 
varnostno-obveščevalni agenciji. Ministrstvo za notranje zadeve se deli na policijo, 
generalno policijsko upravo in policijske uprave ter deluje po Zakonu o policiji. V tem delu 
je potrebno omeniti tudi Slovensko obveščevalno-varnostno agencijo, ki deluje po Zakonu 
o Slovenski obveščevalni-varnostni agenciji. Torej OVS, SOVA in Uprava kriminalistične 
policije, ki je del generalne policijske uprave, in sektorji kriminalistične policije, ki so del 
policijskih uprav, imajo nalogo izvrševanja posebnih pooblastil. 
 
Nadzor nad izvrševanjem posebnih pooblastil pa ima sodna veja oblasti, in sicer 
natančneje Vrhovno sodišče Republike Slovenije in okrožna sodišča, ki delujejo po Zakonu 
o kazenskem postopku, le-ti pa dobijo podatke od državnega tožilstva. Drugi mehanizmi 
nadzora so neodvisni organi, in sicer Računsko sodišče, Varuh človekovih pravic in 
Informacijski pooblaščenec. Da pa lahko službe izvajajo svojo dejavnost, imamo tako 
imenovane posebne operativne metode in sredstva (v nadaljevanju POMS), ki so del 
procesa za dobro delovanje in so prav tako natančno prikazane na sliki 2, kdo jih 
uporablja in kdo jih odobri.  
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V Sloveniji imamo torej zakone, ki omejujejo zaposlovanje v javni upravi in ki predpisujejo 
delovanje služb. V tabeli so poudarjeni le najpomembnejši za to nalogo. V posameznih 
podpoglavjih tega poglavja pa jih bom tudi na kratko povzela. 
 
Tabela 2: Temeljna zakonodaja o upravljanju obveščevalno-varnostne dejavnosti v 
Republiki Sloveniji 
 
Država Temeljna zakonodaja 
Slovenija Zakon o Slovenski obveščevalno-varnostni agenciji 
Zakon o obrambi 
Zakon o kazenskem postopku 
 
Vir: DZ RS (2014) 
 
V nadaljevanju bom po raziskavi v praksi, ki sem jo opravila pri posameznih organih, 
ugotovila in navedla tudi zakonske pomanjkljivosti in posebnosti pri kadrovanju v 
nacionalni varnostni sistem ter morebitne predloge za njihovo izboljšavo. Po ZJU morajo 
osebe, ki kandidirajo za zaposlitev v javni upravi, izpolnjevati naslednje pogoje za 
imenovanje v naziv iz 86. člena ZJU, in sicer: »najmanj predpisana izobrazba, strokovni 
izpit, znanje uradnega jezika, lahko pa se določijo tudi delovne izkušnje in drugi pogoji v 
skladu z zakonom.« (ZJU, 86. člen) 88. člen ZJU pa opredeljuje druge pogoje za 
imenovanje v naziv, ki so: »državljanstvo RS, da oseba ni bila pravnomočno obsojena 
zaradi naklepnega kaznivega dejanja, ki se preganja po uradni dolžnosti, in da ni bila 
obsojena na nepogojno kazen zapora v trajanju več kot šest mesecev ter da zoper osebo 
ni vložena pravnomočna obtožnica zaradi naklepnega kaznivega dejanja, ki se preganja 
po uradni dolžnosti.« (ZJU, 88. člen) 
 
Za nobeno delovno mesto v javni upravi pa se ne zahteva kot pogoj, da oseba ne sme biti 
pripadnik ekstremistične skupine, ampak je zgolj omejitev za vojsko in policijo, da ne sme 
biti član politične stranke.  
 
3.2.1 ZAKON O SLOVENSKI OBVEŠČEVALNO-VARNOSTNI AGENCIJI 
 
Zakon o Sovi je stopil v veljavo 23. 4. 1999 (Uradni list RS, št. 81/2006). Ureja naloge in 
organizacijo slovenske obveščevalne agencije, ki jo vodi direktor, odgovoren Vladi RS.  
 
Glede na temo magistrskega dela pa moramo poudariti dodatne pogoje, ki jih mora 
izpolnjevati posameznik za zaposlitev v agenciji in jih agencija tudi preverja. Zahtevani 
pogoji so opredeljeni v 27. in 27. a členu Zakona o Slovenski obveščevalno-varnostni 
agenciji (Uradni list RS, št. 81/06 – UPB2): 
27. člen Zakona o Slovenski obveščevalno-varnostni agenciji 
»(1) Delovno razmerje za opravljanje nalog v agenciji lahko sklene oseba, ki poleg 
pogojev, določenih v predpisih, ki urejajo sklenitev delovnega razmerja javnih 
uslužbencev, izpolnjuje še naslednje pogoje:  
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1. da je v skladu z določbami akta o sistemizaciji delovnih mest ustrezno psihično in 
telesno pripravljena;  
2. da ni bila pravnomočno obsojena zaradi naklepnega kaznivega dejanja, za katero se 
storilec preganja po uradni dolžnosti ali ni bila pravnomočno obsojena na nepogojno 
kazen zapora v trajanju več kot tri mesece;  
3. da je izključno državljan Republike Slovenije s stalnim prebivališčem v Republiki 
Sloveniji;  
4. da je bila varnostno preverjena in njena zaposlitev ne pomeni varnostnega tveganja za 
agencijo.  
(2) Agencija lahko zahteva od kandidata, ki želi skleniti delovno razmerje v agenciji, tudi 
podatke, na podlagi katerih ugotavlja varnostne zadržke za delo v agenciji in jih tudi 
preveri.  
(3) Če zoper kandidata, ki želi skleniti delovno razmerje v agenciji, teče kazenski postopek 
zaradi kaznivega dejanja iz 2. točke prvega odstavka tega člena, se odločitev, ali oseba 
izpolnjuje pogoje, odloži do pravnomočnosti sodbe v tem postopku.  
(4) Preverjanje podatkov (v nadaljnjem besedilu: varnostno preverjanje) obsega 
preveritev podatkov, določenih s predpisi za pridobitev dovoljenja za dostop do tajnih 
podatkov, ter podatkov, določenih s tem zakonom.  
(5) Pri varnostnem preverjanju se pri ugotavljanju psihične in telesne pripravljenosti 
preverjajo tudi odvisnost od alkohola in narkotičnih sredstev, kar se preverja v zdravstveni 
organizaciji, ki jo določi agencija.  
(6) Pri varnostnem preverjanju uslužbencev agencije za dostop do tajnih podatkov TAJNO 
in STROGO TAJNO se opravi tudi varnostno preverjanje v skladu z določbami tega 
zakona.  
(7) Za osebo, ki ne privoli v varnostno preverjanje, se šteje, da ne izpolnjuje varnostnih 
pogojev za sklenitev delovnega razmerja v agenciji.« (Uradni list RS, št. 81/06 – UPB2) 
 
27. a člen Zakona o Slovensko obveščevalno-varnostni agenciji 
»Varnostno tveganje v smislu 4. točke prvega odstavka prejšnjega člena pomeni, da 
dejansko ugotovljene okoliščine iz varnostnega preverjanja kažejo: 
 na utemeljene dvome o zanesljivosti posameznika za izvajanje nalog v agenciji, 
 na posebno ogroženost agencije zaradi poskusov navezovanja stikov in poskusov 
rekrutiranja tujih obveščevalnih služb, zlasti na podlagi izsiljevanja, 
 na utemeljene dvome o opredelitvi posameznika za svobodno in demokratično 
ustavno ureditev ali o tem, da se je v vsakem času pripravljen zavzemati za njeno 
ohranitev.« (Zakon o Slovenski obveščevalno-varnostni agenciji (Uradni list RS, št. 
81/06 – UPB2) 
 
3.2.2 ZAKON O OBRAMBI 
 
Zakon o obrambi je stopil v veljavo 23. 9. 2004 (Uradni list RS, št. 103/2004). Zakon ureja 
vrsto, organizacijo in obseg obrambe države. V nadaljevanju poudarjam dva temeljna 
člena tega Zakona, ki bi ju bilo smiselno dopolniti glede na potrebe in opozorila MORS. 
Gre za 35. in 88. člen Zakona o obrambi. Spremembe tega zakona zahtevajo dvotretjinsko 
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večino vseh navzočih poslank in poslancev (124. člen Ustave RS – obramba države) v DZ, 
zato so njegove spremembe redke, saj je težko doseči želeni politični kompromis.  
 
»35. člen (varnostno preverjanje oseb) 
(1) Varnostno preverjanje oseb, kot posebna oblika zbiranja osebnih in drugih podatkov, 
se izvaja zaradi preprečevanja, odkrivanja in preiskovanja:  
1. ogrožanja oseb, delovnih mest in dolžnosti, za katere se v skladu s tem zakonom lahko 
sklene delovno razmerje brez predhodne javne objave, ali na katerih se opravljajo 
upravne in strokovne zadeve na področju obrambe;  
2. ogrožanja oseb, del in dolžnosti v vojaških poveljstvih, enotah in ministrstvu, ki so 
določena kot posebnega pomena za obrambo;  
3. ogrožanja vojaških poveljstev, enot in zavodov ter objektov in okolišev, ki so 
posebnega pomena za obrambo.  
(2) Varnostno preverjanje se opravi tudi zaradi preprečevanja ogrožanja opravljanja 
vojaške službe na dolžnostih podčastnikov in častnikov ter za opravljanje vojaških 
dolžnosti v diverzantskih in gardnih enotah ter enotah vojaške policije. Varnostno 
preverjanje se opravi v skladu s to določbo tudi za vojaške obveznike, ki se bodo 
usposobili ali razporedili na navedene dolžnosti, ter osebe, ki želijo poklicno opravljati 
vojaško službo.  
(3) Varnostno preverjanje iz 3. točke prvega in drugega odstavka tega člena obsega poleg 
osebnih podatkov tudi preverbo podatkov o ožjih družinskih članih, prejšnjih delodajalcih 
in predkaznovanosti.  
(4) Varnostno preverjanje iz 1. in 2. točke prvega odstavka tega člena in varnostno 
preverjanje za pridobitev dovoljenja za dostop do tajnih podatkov, obsega preverbo 
podatkov, določenih s predpisi za pridobitev dovoljenja za dostop do tajnih podatkov. 
Varnostno preverjanje po tem in prejšnjem odstavku se opravi po predhodni privolitvi 
osebe, za katero se varnostno preverjanje zahteva.  
(5) Varnostno preverjanje oseb po tem členu in predpisih za pridobitev dovoljenja za 
dostop do tajnih podatkov na obrambnem področju, lahko opravljajo samo delavci 
obveščevalno-varnostne službe ministrstva, ki imajo pooblastila iz drugega odstavka 34. 
člena tega zakona.  
(6) Oseba, za katero se z varnostnim preverjanjem ugotovi obstoj varnostnega zadržka, 
ne more začeti delati oziroma nadaljevati z delom na določenem delovnem mestu oziroma 
dolžnosti in ji delovno razmerje v ministrstvu preneha z dnem dokončnosti akta o 
prenehanju delovnega razmerja. Če gre za pripadnika vojne sestave, mu preneha 
razpored na določeni dolžnosti v vojni sestavi. Za osebo, ki ne privoli v varnostno 
preverjanje, se šteje, da ne izpolnjuje varnostnih pogojev za opravljanje del ali dolžnosti, 
ki jih opravlja oziroma želi opravljati.  
(7) Kadar pooblaščeni delavci obveščevalno-varnostne službe ministrstva zbirajo podatke 
zaradi varnostnega preverjanja oseb v skladu s tem zakonom ter predpisi za pridobitev 
dovoljenj za dostop do tajnih podatkov na obrambnem področju iz obstoječih zbirk 
podatkov, so jih organi, službe in druge organizacije, ki te podatke zbirajo, dolžni 
posredovati obveščevalno-varnostni službi ministrstva na njeno pisno zahtevo. Če teh 
podatkov ni v obstoječih zbirkah, jih pooblaščeni delavci obveščevalno-varnostne službe 
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ministrstva zberejo neposredno.  
(8) Kadar obveščevalno-varnostna služba zbira osebne in druge podatke v skladu s tem 
zakonom, o tem ni dolžna obvestiti posameznika, na katerega se podatki nanašajo, če bi 
to onemogočilo ali otežilo izvršitev nalog obveščevalno-varnostne službe.  
(9) V primeru iz prejšnjega odstavka lahko na zahtevo ministra državni organi in 
organizacije z javnimi pooblastili seznanijo osebo, na katero se osebni podatki nanašajo, 
šele po preteku petih let od posredovanja podatkov obveščevalno-varnostni službi. 
 
88. člen (posebni pogoji) 
(1) Za delavce na obrambnem področju veljajo predpisi o javnih uslužbencih, če s tem 
zakonom ni določeno drugače.  
(2) Kdor želi poklicno opravljati delo na obrambnem področju, mora biti državljan 
Republike Slovenije. Osebe z dvojnim državljanstvom ne morejo poklicno opravljati dela 
na obrambnem področju.  
(3) Kdor želi poklicno opravljati vojaško službo, mora poleg pogoja, določenega v 
prejšnjem odstavku, izpolnjevati še naslednje pogoje:  
 da je telesno in duševno sposoben za poklicno opravljanje vojaške službe in je 
odslužil vojaški rok;  
 da ima ustrezno izobrazbo;  
 da izjavi, da z dnem nastopa vojaške službe ne bo član nobene politične stranke;  
 da je varnostno preverjen in da ne obstaja varnostni zadržek v skladu s tem 
zakonom;  
 da ni bil pravnomočno obsojen zaradi kaznivega dejanja, ki se preganja po uradni 
dolžnosti, in da ni bil obsojen na nepogojno zaporno kazen za kakšno drugo 
kaznivo dejanje v trajanju več kot treh mesecev;  
 da praviloma ni starejši od 25 let, če se želi zaposliti kot vojak ali podčastnik, 
oziroma 30 let, če se želi zaposliti kot častnik.  
(4) Za ženske služenje vojaškega roka ni pogoj za sklenitev delovnega razmerja. Pogoje iz 
druge, tretje, četrte in pete alineje prejšnjega odstavka mora izpolnjevati tudi tisti, ki želi 
kot civilna oseba poklicno opravljati delo v vojski.  
(5) Ustrezna stopnja izobrazbe iz tretjega odstavka tega člena je za vojaka praviloma 
končana srednja poklicna šola, za podčastnika srednja ali višja šola in za častnika najmanj 
visoka strokovna šola.  
(6) Delavcu, za katerega se ugotovi, da ne izpolnjuje splošnih ali posebnih pogojev, 
določenih s tem zakonom za poklicno delo na obrambnem področju, preneha delovno 
razmerje v ministrstvu z dnem dokončnosti akta o prenehanju delovnega razmerja. Če 
delavec preneha izpolnjevati pogoje za poklicno delo na obrambnem področju zaradi 
zdravstvenih razlogov, ima pravice po tem zakonu in splošnih predpisih.  
(7) Če je bil delavec, ki poklicno opravlja vojaško službo oziroma kot civilna oseba dela v 
vojski, obsojen zaradi kaznivega dejanja oziroma na kazen iz pete alinee tretjega odstavka 
tega člena, mora sodišče pravnomočno sodbo poslati ministrstvu. Delavcu v tem primeru 
preneha delovno razmerje z dnem vročitve ugotovitvenega sklepa o prenehanju 
delovnega razmerja na podlagi pravnomočne sodbe.  
(8) Ministrstvo vodi skupno kadrovsko evidenco za delavce na obrambnem področju v 
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skladu s splošnimi predpisi in tem zakonom.  
(9) Minister določi kriterije za ugotavljanje sposobnosti iz prve alinee tretjega odstavka 
tega člena.  
(10) Kdor nima odsluženega vojaškega roka iz tretjega odstavka tega člena, mora opraviti 
predhodno temeljno vojaško strokovno usposabljanje v trajanju najmanj treh mesecev, v 
skladu s pogodbo o zaposlitvi, če ta zakon ne določa drugače. Kdor ne opravi uspešno 
temeljnega vojaško strokovnega usposabljanja, se mu pogodba o zaposlitvi prekine.« 
(Uradni list RS, št. 103/2004) 
 
3.2.3 ZAKON O KAZENSKEM POSTOPKU 
 
Zakon o kazenskem postopku je stopil v veljavo že leta 1994, zadnja sprememba pa je 
bila dne 4. 5. 2012 (Uradni list RS, št. 32/2012). Za pričujočo raziskavo je treba poudariti 
XV. poglavje - predkazenski postopek od 145. do 166. člena tega Zakona. Poglavje ureja 
naznanitev kaznivega dejanja, za katerega se storilca preganja po uradni dolžnosti, in 
posledice opustitve ovadbe kaznivega dejanja.  
 
Poudarjam 149. a člen tega zakona, ki ga navajam v celoti:  
»(1) Če obstajajo utemeljeni razlogi za sum, da je določena oseba izvršila, izvršuje ali 
pripravlja oziroma organizira izvršitev katerega izmed kaznivih dejanj, navedenih v 
četrtem odstavku tega člena, pri tem pa je mogoče utemeljeno sklepati, da policisti z 
drugimi ukrepi tega dejanja ne morejo odkriti, preprečiti ali dokazati oziroma bi bilo to 
povezano z nesorazmernimi težavami, se lahko zoper to osebo odredi tajno opazovanje.  
(2) Izjemoma se lahko tajno opazovanje odredi tudi zoper osebo, ki ni osumljenec, če je 
mogoče utemeljeno sklepati, da bi opazovanje te osebe privedlo do identifikacije 
osumljenca iz prejšnjega odstavka, katerega osebni podatki niso znani, do prebivališča ali 
lokacije, kjer se nahaja osumljenec iz prejšnjega odstavka, oziroma do prebivališča ali 
lokacije, kjer se nahaja oseba, zoper katero je bil odrejen pripor, hišni pripor, tiralica ali 
odredba za privedbo, pa je pobegnila ali se skriva, in policisti z drugimi ukrepi teh 
podatkov ne morejo pridobiti oziroma bi bilo to povezano z nesorazmernimi težavami.  
(3) Tajno opazovanje se izvaja z neprekinjenim ali ponavljajočim opazovanjem ali 
sledenjem z uporabo tehničnih naprav za ugotavljanje položaja in gibanja ter tehničnih 
naprav za prenos in snemanje glasu, fotografiranjem ter video-snemanjem, in je 
osredotočeno na spremljanje položaja, gibanja ter aktivnosti osebe iz prejšnjih odstavkov. 
Tajno opazovanje se sme izvajati na javnih ter javno dostopnih odprtih in zaprtih prostorih 
ter krajih in prostorih, ki so vidni z javno dostopnega kraja oziroma prostora. Pod pogoji iz 
tega člena se sme tajno opazovanje izvajati tudi v zasebnih prostorih, če v to privoli 
imetnik prostora.  
(4) Kazniva dejanja, v zvezi s katerimi se lahko odredi ukrep tajnega opazovanja, so:  
1) kazniva dejanja, za katera je v zakonu predpisana kazen zapora petih ali več let;  
2) kazniva dejanja iz 2. točke drugega odstavka 150. člena tega zakona in kazniva 
dejanja protipravnega odvzema prostosti po 133. členu, grožnje po 135. členu, goljufije 
po 211. členu, prikrivanja po 217. členu, izdaje in neupravičene pridobitve poslovne 
tajnosti po 236. členu, zlorabe notranje informacije po 238. členu, ponarejanja in 
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uporabe ponarejenih vrednotnic ali vrednostnih papirjev po 244. členu, ponarejanja 
listin po 251. členu, posebnih primerov ponarejanja listin po 252. členu, zlorabe 
uradnega položaja ali uradnih pravic po 257. členu, izdaje tajnih podatkov po 260. 
členu, pomoči storilcu po storitvi kaznivega dejanja po 282. členu, povzročitve splošne 
nevarnosti po 314. členu, obremenjevanja in uničevanja okolja po 332. členu, 
onesnaženja morja in voda z ladij po 333. členu, onesnaženja pitne vode po 336. 
členu, ter onesnaženja živil ali krme po 337. členu Kazenskega zakonika.  
(5) Ukrep tajnega opazovanja s pisno odredbo dovoli državni tožilec na pisni predlog 
policije, razen v primerih iz šestega odstavka tega člena, ko je potrebna odredba 
preiskovalnega sodnika.  
(6) Ukrep tajnega opazovanja s pisno odredbo odredi preiskovalni sodnik na pisni predlog 
državnega tožilca v naslednjih primerih:  
1) če se pri izvajanju ukrepa predvideva uporaba tehničnih naprav za prenos in 
snemanje glasu, pri čemer je ta ukrep dopustno odrediti zgolj za kazniva dejanja iz 
drugega odstavka 150. člena tega zakona;  
2) če izvedba ukrepa zahteva namestitev tehničnih naprav za ugotavljanje položaja in 
gibanja osumljenca s tajnim vstopom v vozilo ali drug zavarovan oziroma zaprt prostor 
ali predmet;  
3) za uporabo ukrepa v zasebnih prostorih, če v to privoli imetnik prostora;  
4) za izvajanje ukrepa zoper osebo, ki ni osumljenec (drugi odstavek tega člena).  
(7) Predlog in odredba, ki postaneta sestavni del kazenskega spisa, morata vsebovati:  
1) podatke, ki omogočajo določljivost osebe, zoper katero se predlaga oziroma odreja 
ukrep;  
2) utemeljitev oziroma ugotovitev utemeljenih razlogov za sum;  
3) v primeru iz drugega odstavka tega člena podatke, ki omogočajo določljivost 
osumljenca iz prvega odstavka tega člena, ter utemeljitev verjetnosti, da bi izvajanje 
ukrepa privedlo do identifikacije osumljenca, lokacije, kjer se nahaja, oziroma 
njegovega prebivališča;  
4) v primeru izvajanja ukrepa v zasebnih prostorih, če v to privoli imetnik prostora, 
pisno soglasje imetnika prostora;  
5) način izvajanja ukrepa, njegov obseg in trajanje ter ostale pomembne okoliščine, ki 
narekujejo uporabo ukrepa;  
6) utemeljitev oziroma ugotovitev neogibne potrebnosti uporabe ukrepa v razmerju do 
zbiranja dokazov na drug način.  
(8) Izjemoma, če pisne odredbe ni mogoče pravočasno pridobiti in če obstaja nevarnost 
odlašanja, lahko v primeru iz petega odstavka tega člena na ustni predlog policije državni 
tožilec, v primeru iz šestega odstavka tega člena pa na ustni predlog državnega tožilca 
preiskovalni sodnik, dovoli začetek izvajanja ukrepa z ustno odredbo. O ustnem predlogu 
napravi organ, ki je izdal ustno odredbo, uradni zaznamek. Pisna odredba, ki mora 
vsebovati utemeljitev razloga za predčasno izvrševanje, mora biti izdana najkasneje v 
dvanajstih urah po izdaji ustne odredbe. Za predčasno izvrševanje mora obstajati 
utemeljen razlog, v nasprotnem primeru sodišče ne glede na siceršnjo upravičenost 
uporabe ukrepov vselej postopa po četrtem odstavku 154. člena tega zakona.  
(9) Če pride oseba, zoper katero se ukrep izvaja, v stik z drugo neidentificirano osebo, za 
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katero obstajajo utemeljeni razlogi za sum, da je vpletena v kriminalno dejavnost v zvezi s 
kaznivimi dejanji, zaradi katerih se izvaja ukrep, lahko policija to osebo tajno opazuje tudi 
brez odredbe iz petega ali šestega odstavka tega člena, če je to nujno potrebno za 
ugotovitev identitete te osebe ali pridobitev drugih podatkov, pomembnih za kazenski 
postopek. Policija mora za tako opazovanje pridobiti predhodno ustno dovoljenje 
državnega tožilca, razen, če tega ni mogoče pravočasno pridobiti in če obstaja nevarnost 
odlašanja. V tem primeru policija takoj, ko je mogoče in najpozneje v šestih urah od 
začetka izvajanja ukrepa, obvesti državnega tožilca, ki lahko prepove nadaljnje izvajanje 
ukrepa, če meni, da zanj ni utemeljenih razlogov. Ta ukrep sme trajati največ dvanajst ur 
od stika z osebo, zoper katero se ukrep izvaja. Policija pri izvajanju ukrepa iz tega 
odstavka ne sme uporabljati tehničnih naprav in sredstev iz 1. in 2. točke šestega 
odstavka tega člena, niti izvajati ukrepa v zasebnih prostorih. Policija takoj po prenehanju 
takšnega opazovanja napravi uradni zaznamek, ki ga brez odlašanja pošlje državnemu 
tožilcu, ki je izdal dovoljenje iz tega odstavka, in organu, ki je izdal prvotno odredbo za 
tajno opazovanje. Uradni zaznamek postane del kazenskega spisa.  
(10) Izvajanje ukrepa lahko traja največ dva meseca, iz tehtnih razlogov pa se lahko 
njegovo trajanje s pisno odredbo podaljša vsakič za dva meseca. Skupno lahko ukrep 
traja:  
1) v primeru iz šestega odstavka tega člena največ šest mesecev;  
2) v primerih iz petega odstavka tega člena največ štiriindvajset mesecev, če gre za 
kazniva dejanja iz četrtega odstavka tega člena; in največ šestintrideset mesecev, če 
gre za kazniva dejanja iz drugega odstavka 151. člena tega zakona.  
(11) Policija preneha z izvajanjem ukrepa takoj, ko prenehajo razlogi, zaradi katerih je bil 
odrejen. O prenehanju brez odlašanja pisno obvesti organ, ki je ukrep odredil. Policija 
pošilja organu, ki je ukrep odredil, mesečna poročila o poteku izvajanja ukrepa in 
pridobljenih podatkih. Organ, ki je ukrep odredil, lahko v vsakem trenutku na podlagi tega 
poročila ali po uradni dolžnosti, če oceni, da ni več razlogov za uporabo ukrepa, ali da se 
ta izvaja v nasprotju z njegovo odredbo, s pisno odredbo odredi, da se izvajanje ukrepa 
ustavi.  
(12) Če se ukrep zoper isto osebo izvaja več kot šest mesecev, zakonitost in utemeljenost 
izvajanja ukrepa ob prvem podaljšanju nad šest mesecev, in nato vsakih nadaljnjih šest 
mesecev, preveri senat (šesti odstavek 25. člena). Organ, ki je izdal odredbo za 
podaljšanje, senatu pošlje celotno gradivo, ta pa odloči v roku treh dni. Če senat oceni, da 
ni razlogov za izvajanje ukrepa ali da niso izpolnjeni vsi zakonski pogoji, izda sklep, s 
katerim odredi prenehanje uporabe ukrepa. Zoper ta sklep ni pritožbe.  
(13) Tajno opazovanje mora policija izvrševati na način, na katerega se v najmanjši možni 
meri posega v pravice oseb, ki niso osumljenci.  
(14) Če gre za kazniva dejanja iz četrtega odstavka tega člena, za katera se storilec 
preganja na zasebno tožbo, lahko oškodovanec policiji oziroma državnemu tožilcu poda 
pobudo za vložitev pisnega predloga za dovolitev oziroma odreditev ukrepov iz prejšnjih 
odstavkov in se seznani s poročili o njihovem izvajanju in pridobljenimi podatki, ki se 
nanašajo na kaznivo dejanje, ki je bilo podlaga za odreditev ukrepov.« (Uradni list RS, št. 
32/2012) 
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4 MEDNARODNO PRIMERJALNA ŠTUDIJA 
 
 
4.1 TEMELJNA ZAKONODAJA O DELOVANJU EKSTREMISTIČNIH SKUPIN 
V NEKATERIH IZBRANIH DRŽAVAH ČLANICAH EVROPSKE UNIJE 
 
Temeljna zakonodaja o delovanju ekstremističnih skupin v nekaterih izbranih državah 
članicah EU je prikazana v tabeli 3, njena ureditev pa bo za posamezne države 
podrobneje opisana v nadaljevanju in bo sledila ciljem in specifiki, ki sem jo omenila že v 
uvodu. Avstrija, Belgija, Slovaška in Združeno kraljestvo so države, ki so se vsaka po svoje 
dovolj dobro zakonsko odzvale na pojav ekstremizma in preventivnega delovanja zoper 
njega, zato bi se Slovenija lahko zgledovala po njih. 
 
Tabela 3: Temeljna zakonodaja glede delovanja ekstremističnih skupin v nekaterih 
državah članicah Evropske unije 
 
Država Temeljna zakonodaja 
Avstrija Zakon o prepovedi določenih organizacij 1947 
Zakon o društvih 2002 
Kazenski zakonik 
Zakon o javnih zbiranjih 1953 
Belgija Kazenski zakonik 
Zakon iz leta 1981 (rasizem in ksenofobija) 
Zakon iz leta 1989 (financiranje političnih strank) 
Zakon iz leta 1995 (genocid) 
Estonija Kazenski zakonik 
Finska Mirovna pogodba 1947 
Zakon o združenjih 
Kazenski zakonik 
Francija Zakonik o notranji varnosti 
Zakonik o športu 
Kazenski zakonik 
Italija Ustava 
Zakon 1952 (prepoved fašistične stranke) 
Zakonski dekret 1993 (diskriminacija) 
Zakon 1967 (genocid) 
Litva Zakon o političnih strankah 
Zakon o društvih 
Zakon o zborovanjih 
Madžarska Zakon 2001 (kazenski ukrepi zoper pravne osebe) 
Kazenski zakonik 
Nemčija Zakon o političnih strankah 
Zakon o društvih 
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Država Temeljna zakonodaja 
Kazenski zakonik 
Zakon o javnih zbiranjih 
Poljska Ustava 
Kazenski zakonik 
Zakon 1998 (zanikanje holokavsta in komunizma) 
Romunija Izredni odlok 2002, potrjen z Zakonom 2006 
Kazenski zakonik 
Slovaška Zakon o združenjih 
Kazenski zakonik 
Španija Kazenski zakonik 
Zakon o političnih strankah 
Švedska Kazenski zakonik 
Zakon o diskriminaciji 
Združeno kraljestvo Zakon o javnem redu 
Zakon o prekrških na nogometnih tekmah 
Zakon o rasnem in verskem sovraštvu 
Zakon o političnih strankah, volitvah in referendumu 
Zakon o spolni diskriminaciji  
Zakon o človekovih pravicah 
 




Avstrija je za boj proti ekstremizmu ustanovila Zvezni urad za zaščito Ustave, ki objavlja 
letna poročila, v katerih predstavlja kazniva dejanja s področja ekstremizma in se do njih 
opredeljuje. Zakonodajo ureja v naslednjih zakonih: 
 Zakon o prepovedi določenih organizacij (l. 1947) v 3. členu določa, da je 
prepovedano zavzemanje za nacionalsocializem in za njegove cilje.  
 Zakon o društvih (l. 2002) v 12. členu določa, da lahko upravni organ z odločbo 
prepove ustanovitev društva, če njegovi nameni, ime ali organizacija kršijo 11. člen 
Evropske konvencije o varstvu človekovih pravic in temeljnih svoboščin. Z 29. 
členom tega zakona pa se društvo lahko razpusti, če so kršene kazenske določbe.  
 Kazenski zakonik v 33. členu našteva okoliščine pri storitvi kaznivih dejanj, kamor 
se uvrščajo kot oteževalne okoliščine dejanja iz rasističnih, ksenofobičnih ali drugih 
dejanj, 283. člen opredeljuje kaznivo dejanje ščuvanja in razpihovanja sovraštva, 
284. člen pa govori o nasilni prekinitvi zborovanja. 
 Zakon o javnih zbiranjih (l. 1953) v 13. členu določa, da se javna zbiranja lahko 
vnaprej prepovedo, če obstaja sum za kršitve kazenskih določb, lahko pa se jih 





Belgija ima zelo močno delujočo preventivo v šolstvu in na univerzah, kjer se učitelji 
psihologi in sociologi na šolah ukvarjajo z nezanesljivimi dijaki, hkrati pa se povezujejo z 
njihovimi družinami. Zakonodajo ureja v naslednjih zakonih: 
 Kazenski zakonik ureja napade na čast in ugled oseb, določa globe, hkrati pa je še 
vedno veljavna zakonodaja kazenskega zakonika iz leta 1981 (Rasizem in 
ksenofobija), 1989 (Financiranje političnih strank), 1995 (Genocid), ki področno 
ureja tovrstno problematiko. 
 Zakon Rasizem in ksenofobija (l. 1981) določa kazni za različne oblike 
diskriminacije. 
 Zakon Financiranje političnih strank (l.1989) opredeljuje financiranje političnih 
strank samo pod pogojem, da v statut in program vnesejo določbe, s katerimi se 
zavezujejo, da bodo v svojem političnem delovanju spoštovale Konvencijo o 
varstvu človekovih pravic in temeljnih svoboščin. 
 Zakon Genocid (l. 1995) določa kaznovanje zanikanja, minimaliziranja, 
opravičevanja ali odobravanja genocida, ki ga je izvajal nemški nacionalsocialistični 




Slovaška je edina država, ki ima natančno opredeljeno, kaj ekstremizem je, oziroma ima 
opredelitev ekstremizma zapisano v svoj pravni red, zakonodajo pa ureja v naslednjih 
zakonih:  
 Zakon o združenjih v 4. členu prepoveduje združenja, ki niso v skladu z Ustavo in 
zakoni, in prepoveduje napeljevanje k sovraštvu, nestrpnosti in nasilju zaradi 
narodnosti, spola, rase, izvora, političnega prepričanja, vere. 
 Kazenski zakonik od 421. do 424. člena opredeljuje pomoč in podporo skupinam, 
katerih namen je zatrjevanje temeljnih pravic in svoboščin, ter določa sankcije za 
tako delovanje. 422. a člen navaja kazni za izdelovanje ekstremističnega gradiva, 
za njegovo razširjanje pa 422. b člen. Posedovanje ekstremističnega gradiva je 
opredeljeno v 422. c členu. 422. d člen določa sankcije za javno zanikanje, 
odobravanje in poskus opravičevanja holokavsta, zločinov fašističnih in 
komunističnih režimov. 424. člen govori predvsem o spodbujanju narodnostnega, 
rasnega ali etničnega sovraštva, 432. člen pa vsebuje kazenske določbe zoper 
vsakogar, ki javno sramoti drug narod, raso, jezikovno ali versko skupino. 
 
4.5 ZDRUŽENO KRALJESTVO 
 
Združeno kraljestvo navajam zaradi oblikovanja preventivne dejavnosti v povezavi z 
lokalnim okoljem, krepitve delovanja društev, organizacij, združenj, ki podpirajo kulturo 
nenasilja in odprtost. Zakonodajo ureja v naslednjih zakonih: 
 Zakon o javnem redu v 17. in 18. členu določa kot kazniva tista dejanja, ki 
pomenijo grožnjo, zmerjanje ali žaljenje in spodbujajo rasno sovraštvo.  
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 Zakon o prekrških na nogometnih tekmah določa kot kaznivo dejanje petje 
rasističnih pesmi na nogometnih tekmah in rasistično skandiranje. 
 Zakon o rasnem in verskem sovraštvu se opredeljuje do "verskega sovraštva". 
 Zakon o političnih strankah, volitvah in referendumu ne vsebuje določb, kjer bi bilo 
delovanje rasističnih strank in organizacij prepovedano, enako pa velja tudi za 
Zakon o spolni diskriminaciji. 
 Zakon o spolni diskriminaciji. 




Pregled tuje evropske zakonodaje, ki ureja področje ekstremizma, pokaže, da na ravni EU 
to področje ni sistemsko in celovito urejeno. Smiselno bi bilo uveljaviti multikulturnost, saj 
v času, ko se celotna EU – in Slovenija ni izjema – spopada z gospodarsko in finančno 
krizo, lahko opazimo porast števila priseljencev, zmanjšuje se blaginja ljudi, spreminjajo 
se vrednote posameznikov, načela pri zaposlovanju in izobraževanju so spremenjena, to 
pa pomeni, da imamo vse manj posluha za drugačne poglede na življenje. S tem prihajata 
do izraza neenakost in izločenost iz družbe, to pa je lahko povod za radikalno ideološko 
razmišljanje in se kaže po morebitnih vse večjih ekstremnih dejanjih, ki smo jim bili priča 




5 ZAPOSLOVANJE V JAVNI UPRAVI 
 
 
Javna uprava je del javnega sektorja. Po podatkih Nacionalnega interoperabilnostnega 
okvirja (2015, v nadaljevanju NIO) za oktober 2015 je v njej zaposlenih 159.130 ljudi, od 
tega v državni upravi 32.553, v občinski upravi pa 2.198 ljudi. Pri zaposlovanju je zelo 
pomembna upravna kultura, o kateri govori Brezovšek. V svojem delu poudarja pomen 
zaupanja v upravne institucije, kar se posledično kaže pri zaposlovanju v javni upravi. 
 
»Vrednote in tudi upravna kultura so eden od povezovalnih elementov med politiko in 
javno upravo; odnos med politiko in upravo ni enosmeren, javna uprava tudi sama 
sodeluje tako pri oblikovanju kot pri izvrševanju javnih politik. Lahko bi celo rekli, da imajo 
javni uslužbenci tudi neko politično vlogo, ki vključuje diskrecijsko odločanje in zaradi 
česar so vrednostne in etične razsežnosti uslužbenskega ravnanja tako pomembne. 
Problem vrednot in etike je ostrejši v javni upravi, saj je dejavnost v javnem sektorju 
usmerjena k širšemu spektru ciljev in izpostavljena večjim omejitvam kot v zasebnem 
sektorju. Javni uslužbenci so podvrženi protislovnim zahtevam, vzpostaviti morajo ločitev 
od družbe, da ne bi zapadli v zagovarjanje delnih interesov, po drugi strani pa morajo 
predstavljati družbo, da ne bi spodkopali legitimnosti države v očeh javnosti. Protislovje v 
javni upravi je tudi v tem, da so javni uslužbenci udeleženi tako pri produciranju kot pri 
izvajanju moči (oblasti), kar povzroča tudi problem odgovornosti, zunanjega nadzora za 
zagotavljanje etičnega ravnanja javnih uslužbencev ter razvijanje moralnih in 
profesionalnih standardov javnih uslužbencev za samokontrolo.« (Brezovšek, Haček & 
Kukovič, 2014, str. 395–396) 
 
5.1 POJEM JAVNA UPRAVA 
 
Poznamo kar štiri vrste opredelitev javne uprave, in sicer: 
1. Procesna ali funkcionalna opredelitev, ki šteje javno upravo kot del procesa javnega 
upravljanja, potekajočega izključno na operativno-strokovni ravni. 
2. Organizacijska opredelitev deli javno upravo na tri ravni, in sicer:  
 organi državne uprave, kamor sodijo ministrstva, upravne enote, organi v sestavi 
ministrstev (vlada ni del javne uprave, ampak se jemlje kot njen nadrejeni del), 
 občinske uprave, kjer imamo trenutno 212 občin in 
 nedržavna uprava, v katero sodijo nosilci javnih pooblastil in izvajalci javnih služb. 
3. Materialna in formalna opredelitev, kjer nam materialna opredelitev pove, kaj javna 
uprava dela, in formalna, ki nam pove, kaj javna uprava v formalnem smislu zajema in 
kaj je. 
4. Kot zadnjo vrsto opredelitve pa poznamo pozitivno in negativno, pri čemer pozitivna 
opredeljuje, kaj javna uprava je, negativna opredelitev pa javno upravo opredeljuje s 
tem, kaj javna uprava ni. 
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5.2 ZAKON O JAVNIH USLUŽBENCIH  
 
Na javne uslužbence se nanašata Zakon o javnih uslužbencih, ki je začel veljati leta 2002, 
in Zakon o sistemu plač v javnem sektorju (Uradni list RS, št. 56/02), ki pa je začel veljati 
leta 2004. Zakon o javnih uslužbencih ureja delovna razmerja v javnem sektorju.  
 
»Kot javnega uslužbenca bi lahko torej v najširšem funkcionalnem pomenu imenovali 
vsakogar, ki opravlja kakršno koli javno funkcijo. V organskem smislu pa bi lahko kot 
javne uslužbence imenovali samo tiste osebe, ki delujejo za neki organ in se njihova 
dejavnost šteje kot dejavnost organa v javnem sektorju. Kot javnega uslužbenca 
slovenska zakonodaja (ZJU, 1. člen) opredeljuje vse osebe, ki sklenejo delovno razmerje v 
javnem sektorju, javni sektor pa sestavljajo državni organi, uprave lokalnih skupnosti, 
javne agencije, javni skladi, javni zavodi, javno gospodarski zavodi in druge osebe 
javnega prava, če so posredni uporabniki državnega proračuna ali lokalne skupnosti.« 
(Brezovšek, Haček & Kukovič, 2014, str. 302) 
 
Pogovor o zakonu o javnih uslužbencih sem opravila s pooblaščeno osebo, ki je že vrsto 
let zaposlena na Ministrstvu za javno upravo in je pri raziskavi bila pripravljena sodelovati 
s svojim znanjem in pogledi. V pogovoru s pooblaščeno osebo na Ministrstvu za javno 
upravo, opravljenem 18. 5. 2015, je bilo ugotovljeno, da glede na sedanjo veljavno 
delovnopravno zakonodajo (ZJU in ZDR ter kolektivne pogodbe) ni mogoče kot razlog, da 
se nekoga ne zaposli ali da se mu onemogoči napredovanje, uporabiti dejstvo, da je 
pripadnik ekstremistične skupine ali gibanja. Po njenem mnenju bi to bilo mogoče, če bi v 
spremembi zakona pojem ekstremizem opredelili ter pripravili izhodišča za kriterije 
simpatizer, pripadnik … ekstremistične skupine. Primera, da bi bila oseba pripadnik 
nekega radikalnega gibanja ali skupine, in bi to vplivalo na njeno delo, niso imeli oziroma 
zaznali.  
 
Na primer, ki sem ga poznala iz preteklosti, ko se je ta problematika pojavila na MORS, 
odgovarja oseba, da ne ve, ali je bilo storjeno vse, da bi zaposleno osebo bilo mogoče 
odpustiti po takratni veljavni zakonodaji, poudarja pa, da se od takrat do danes na tem 
področju ni še nič spremenilo. Ob navedenem pa je vprašljivo tudi dejstvo, da se ob 
takrat odmevnem dogodku nihče ni vprašal, ali je to morda znak za ukrepanje in 
morebitno spremembo na tem področju. Pooblaščena oseba je namreč mnenja, da 
članstvo, simpatiziranje z neko politično stranko, gibanjem ali skupino v delovnem času ne 
sme vplivati na delo, posamezniki pa lahko zunaj delovnega časa in obveznosti svobodno 
razpolagajo s svojim časom. Gre namreč za določbo (28. člen ZJU), ki govori o načelu 
politične nevtralnosti in nepristranskosti »Uradnik izvršuje javne naloge v javno korist, 
politično nevtralno in nepristransko.« Med pogovorom je bilo torej zaznati, da je vprašljiva 
celo dikcija v 88. členu Zakona o obrambi in dikcija 72. člena Zakona o policiji, da 
pripadnik policije in vojske ne sme biti član politične stranke. Imeli so že primer, ko je na 
volitvah oseba kandidirala na listi politične stranke in ji je bila zaradi prepovedi članstva v 
politični stranki kršena volilna pravica, zapisana v 43. členu Ustave » … volilna pravica je 
splošna in enaka. Vsak državljan, ki je dopolnil 18 let, ima pravico voliti in biti voljen.«  
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Pooblaščena oseba nadaljuje: » Če bi bili kot družba bolj razviti, bi nam bilo samoumevno, 
da se morajo vsi, ki delajo v javnem interesu, zavedati svoje odgovornosti, torej nam ne 
bi bilo treba umeščati prej omenjenih omejitev v zakon.« Po njenem mnenju in vedenju 
se torej zakonodaja v to smer ne spreminja, niti ni nikakršnih novih predlogov, ki bi 
zajemali ta vprašanja. 
 
Ker RS ni izvedla nikakršnega zakonodajnega postopka za uspešen boj zoper vse vrste 
ekstremizmov, je oseba mnenja, da bi morala politika javno spregovoriti o prisotnosti 
ekstremističnih skupin in gibanj v RS, kajti takšnih vprašanj se ne ignorira, z vidika 
zaposlovanja v javni upravi pa radikalno ideološke vrednote niso družbeno sprejemljive in 
dovoljene. Pooblaščena oseba kot morebitno rešitev na tem področju vidi v tem, da bi bilo 
najprej treba dosledno izvajati obstoječo zakonodajo, opredeliti pojem ekstremizma, 
določiti zakonske omejitve in kriterije ter delovati v preventivi in kurativi hkrati. Kot dober 
primer preverjanja zaposlenih v javni upravi navaja morebitni poostreni vstopni strokovni 
kriterij in pa centralizirano varnostno preverjanje, pri katerem bi bilo verjetno manj zlorab, 
kajti v preteklosti so se pokazale tudi pri tem določene anomalije, zato bi centralizacija 
lahko bila ena od možnih rešitev, ki jo vidi v prihodnosti. 
 
5.3 SISTEM ZAPOSLOVANJA V JAVNI UPRAVI 
 
»Na podlagi obstoječega sistema dolžnosti, odgovornosti in znanj, potrebnih za uspešno 
opravljanje delovnih nalog, je mogoče začeti rekrutacijo oziroma zaposlovanje javnih 
uslužbencev.« (Brezovšek, Haček & Kukovič, 2014, str. 321) 
Nova zaposlitev je po ZJU mogoča pod pogoji, ki jih ureja zakon, in s predpostavkami, kot 
so: 
 prosto delovno mesto,  
 zagotovljena proračunska sredstva za plačo, 
 na prosto delovno mesto ni mogoče prerazporediti že zaposlenega, novo zaposlitev 
pa morata omogočiti kadrovski načrt in ustrezna sistemizacija delovnega mesta. 
 
Po sprejetem Zakonu o uravnoteženju javnih financ (v nadaljevanju ZUJF) v Državnem 
zboru leta 2012 je zaposlovanje v javni upravi zamrznjeno oziroma je mogoče le ob 
soglasju Vlade RS. 
Zaposlitev se načeloma lahko izvede po treh postopkih, kot so notranja objava, kar 
pomeni, da se razpiše prosto delovno mesto med že obstoječimi zaposlenimi, postopek 
internega natečaja, ki pride v poštev, če prvi razpis ni uspel in delovno mesto ni 
zasedeno, le-ta pa se razpiše med vsemi organi, ter javni natečaj za uradnike oziroma 
objava delovnega mesta za strokovno-tehnične službe.  
 
Objava oziroma natečaj se morata objaviti v Uradnem listu RS in na Zavodu za 
zaposlovanje RS. Javni natečaj je postopek, ki ga vodi posameznik ali komisija, ki jo je 
pooblastil predstojnik organa, izbere pa najbolj usposobljenega kandidata. Kandidat po 
izbiri prejme odločbo o izbiri, neizbranim kandidatom pa se izda sklep z obrazložitvijo, v 
kateri je napisan razlog za neizbiro. Zoper takšen sklep se kandidati lahko pritožijo, pri 
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čemer pa pritožba ne zadrži izvršitve odločbe tistega kandidata, ki je ustrezal razpisu in ki 
je bil izbran. Z izbranim kandidatom se tako sklene pogodba o zaposlitvi, če pa gre za 
uradniško mesto, se kandidata še pred pogodbo imenuje v določen naziv. Delovno 
razmerje se praviloma sklene za nedoločen čas, za določen čas pa le v posameznih 
primerih, npr. če gre za pripravniško delo, nadomeščanje (daljša bolniška odsotnost, 
porodniška … ), delovno mesto za čas mandata in projektno delo.  
 
Kot posebnost zaposlovanja v javni upravi bom v nadaljevanju podrobno razčlenila 
varnostno preverjanje, ki ga morajo zaposleni opraviti predvsem v represivnih organih in 
varnostno-obveščevalnih službah. »Varnostno preverjanje je ena izmed osnovnih in 
preventivnih dejavnosti obveščevalno-varnostnih služb, natančneje, varnostnih, 
protiobveščevalnih služb. S pomočjo varnostnega preverjanja se ugotavlja primernost 
posameznika za delo na varnostno občutljivem delovnem mestu ali za ravnanje s tajnimi 
podatki.« (Brezovšek & Črnčec, 2010, str. 129) 
 
»Varnostno preverjanje temelji na pravici države, da varuje svojo zasebnost in da 
onemogoči prosto razpolaganje s svojimi tajnostmi. Država pri tem posega v zasebnost 
posameznika, ki je zajamčena z ustavo in zakoni.« (Brezovšek & Črnčec, 2010, str. 129) 
 
»Ločimo dva tipa varnostnega preverjanja, varnostno preverjanje kot nujni, sestavni del 
kadrovskega postopka za zaposlitev v državni upravi in s tem varnostni vidik postopka 
samega ter varnostno preverjanje kot splošni preventivni varnostni ukrep na področju 
delovanja državne uprave in širše, katerega namen je zagotoviti ustrezno stopnjo varnosti 
in tajnosti podatkov, ki jih je pooblaščeni organ označil kot tajne in katerih razkritje 
nepooblaščeni osebi bi povzročilo (težko) škodo organu ali nacionalni varnosti.« 
(Brezovšek & Črnčec, 2010, str. 129) 
 
Ta pogoj morajo opraviti osebe, ki imajo pri svojem delovnem področju stik s tajnimi 
podatki interno, zaupno, tajno in strogo tajno. Ta pogoj ne velja za uslužbence v šolstvu, 
zdravstvu in sodni veji oblasti. 
 
34 
6 VARNOSTNO PREVERJANJE ZA ZAPOSLITEV V VOJSKI, 
POLICIJI TER VARNOSTNO-OBVEŠČEVALNIH SLUŽBAH 
 
 
Varnostno preverjanje se v OVS-MORS, SV, slovenski policiji in Sovi izvaja pred prvo 
zaposlitvijo in na vsakih pet let ali ob napredovanju. Potek varnostnega preverjanja v 
omenjenih organih je opisan v nadaljevanju magistrskega dela. Vsi organi in njihove 
službe delujejo v skladu z Zakonom o tajnih podatkih, ki je opisan v naslednjem 
podpoglavju.  
 
6.1  ZAKON O TAJNIH PODATKIH 
 
»Do sprejema ZTP v letu 2001 smo v RS poznali dva načina označevanja tajnih podatkov. 
Oznaka tajnosti je bila sestavljena iz vrste tajnosti (skrivnosti) in stopnje zaupnosti. 
Konkretno je to pomenilo, da je bila vojaška tajnost označena z odlokom o varnostnih 
ukrepih na obrambnem področju (Uradni list RS, št. 49/92) na naslednji način: VOJAŠKA 
(URADNA ) SKRIVNOST – STROGO ZAUPNO (ZAUPNO). Tajnost v policiji ali na Ministrstvu 
za notranje zadeve pa je bila označena v skladu s Pravilnikom o določanju zaupnih 
podatkov in o varovanju zaupnih in osebnih podatkov (Uradni list RS, št. 8/93) na 
naslednji način: DRŽAVNA (URADNA) TAJNOST – STROGO ZAUPNO (ZAUPNO).« 
(Brezovšek & Črnčec, 2010, str. 107) 
 
Zakon o tajnih podatkih je stopil v veljavo 16. 5. 2006. (Uradni list RS, št. 50/2006) Z 
njegovim sprejemom smo v RS poenotili terminologijo, ki se je uporabljala pri ravnanju s 
tajnimi podatki, s sprejetjem ZTP pa smo določili enovit sistem označevanja stopenj tajnih 
podatkov. »Termini, kot so vojaška skrivnost, uradna skrivnost, uradna tajnost, zaupni 
podatki, so zamenjani s terminom tajni podatek.« (Brezovšek & Črnčec, 2010, str. 107) 
ZTP ureja osnove enotnega sistema določanja, varovanja in dostopa do tajnih podatkov, 
ki se nanašajo na javno varnost, zunanje zadeve, obrambo in varnostno-obveščevalne 
dejavnosti in ki ga uporabljajo državni organi RS. 
 
Uslužbenci Slovenske obveščevalno-varnostne agencije, SV in policije morajo za svoje 
delo pridobiti dovoljenje za dostop do tajnih podatkov, saj se pri delu z njimi seznanjajo. 
Osebe morajo pred varnostnim preverjanjem opraviti usposabljanje s področja 
obravnavanja in varovanja tajnih podatkov, ki so opredeljena v ZTP. Varnostno 
preverjanje za zaposlene v agenciji izvaja agencija sama v skladu z določili ZTP (Uradni 
list RS, št. 50/06 – uradno prečiščeno besedilo, 9/10 in 60/11) in Uredbe o varnostnem 
preverjanju in izdaji dovoljenj za dostop do tajnih podatkov (Uradni list RS, št. 71/06 in 
138/06). 
 
Po tem zakonu se morajo ravnati tudi organizacije, ki se jim posredujejo tajni podatki za 
potrebe javnih naročil. To področje ni sistemsko urejeno, kar pomeni, da varnostnih 
preverjanj nimamo poenotenih in se le-ta razlikujejo glede na organ, ki jih opravlja. Več o 
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tem v naslednjih poglavjih. Zakon o tajnih podatkih opredeljuje tudi pomen oznak stopnje 
zaupnosti, kar je prikazano v tabeli številka 4. 
 
Tabela 4: Pomen oznak stopnje zaupnosti in merilo možnih škodljivih posledic 
 iz Zakona o tajnih podatkih v Sloveniji 
 
Oznaka Merilo po ZTP: 
škodljive posledice, če bi bil podatek razkrit nepoklicani osebi 
STROGO TAJNO Razkritje bi ogrozilo vitalne interese Republike Slovenije ali jim 
povzročilo nepopravljivo škodo. 
TAJNO Razkritje bi lahko hudo škodovalo varnosti ali interesom Republike 
Slovenije. 
ZAUPNO Razkritje bi lahko škodovalo varnosti ali interesom Republike 
Slovenije. 
INTERNO Razkritje bi lahko škodovalo delovanju ali izvajanju nalog organa. 
 
Vir: UVTP (2012) 
 
Varnostno preverjanje se v OVS-MORS, SV, policiji in SOVI izvaja pred prvo zaposlitvijo in 
na vsakih pet let ali ob napredovanju. Praksa, da bi se preverjanje opravljalo v drugih 
okoliščinah, je zelo majhna ali je ni zaznati, saj moramo vedeti, da ima oseba v takšnih 
primerih, ki bi bili opredeljeni kot izjema, možnost preverjanje odkloniti, hkrati pa se ji s 
takšno potezo lahko prikrito sporoči, da se jo opazuje in da so pri njej lahko zaznane 
vsakršne spremembe, ki bi lahko imele vpliv na delovanje v varnostno-obveščevalni službi 
in bi vplivale na njeno zaposlitev. Ob takšnem signalu bi oseba postala bolj pozorna na 
svoja dejanja in bi v sistemu lahko prikrito delovala, kar pa bi bilo lahko za varnostno-
obveščevalno službo zelo tvegano. 
 
Kot posebnost ob varnostnem preverjanju lahko navedem primer, povezan s spolom. Pri 
ženskah je posebnost, da se varnostno preverjanje opravi tudi v vmesnem času, če je 
ženska bila na porodniškem dopustu in v letu dni ni dostopala do podatkov. Po vrnitvi s 
porodniškega dopusta se pri vsaki ženski opravi obvezno varnostno preverjanje in v 
dosedanji praksi ne poznajo primera, da bi katera preverjanje odklonila. Na OVS-MORS 
opozarjajo na primer, ko je žensko na porodniškem dopustu njen mož kazensko ovadil. 
Zaposlena je svojega delodajalca o tem takoj obvestila. Seveda je delodajalec (v tem 
primeru MORS) vse navedbe, ki jih je zaposlena navedla, preveril skladno z odločitvijo 
pristojnih organov, ki so postopek vodili. Organ je tudi po lastni presoji izvedel postopek 
preverjanja, po katerem varnostnega zadržka pri tej uslužbenki ni izrekel. Po končanem 
porodniškem dopustu je svoje delo lahko opravljala na enakem delovnem mestu kot pred 
nastopom porodniške. Na MNZ takšnega primera niso nikoli zaznali. 
 
Vprašanje pri takem primeru pa je, ali nam lahko kdo zaradi maščevanja ali katerihkoli 
drugih okoliščin naredi krivico in nas ovadi, s tem pa nam lahko posledično onemogoči 
delo na ustreznem delovnem mestu ali službi. Tak problem očitno obstaja, ni pa zakonskih 
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osnov ali določil, kako v takšnem primeru ravnati, da se osebi ne naredi nepopravljiva 
škoda, ki bi lahko med trajanjem postopka nastala ob brezposelnosti ali prekinitvi 
delovnega razmerja ali premestitvi na drugo delovno mesto. 
 
6.2 POSEBNI DODATNI POGOJI ZAPOSLOVANJA V NACIONALNEM 
VARNOSTNEM SISTEMU 
 
Kot poseben dodatni pogoj zaposlovanja v nacionalnem varnostnem sistemu z gotovostjo 
lahko štejemo varnostno preverjanje zaposlenih za dostop do tajnih podatkov, ki jih Zakon 
o tajnih podatkih v 13. členu razvršča v štiri kategorije po naslednjih stopnjah:  
 
1. »STROGO TAJNO, ki se določi za tajne podatke, katerih razkritje nepoklicani osebi 
bi ogrozilo vitalne interese Republike Slovenije ali jim nepopravljivo škodovalo; 
2. TAJNO, ki se določi za tajne podatke, katerih razkritje nepoklicani osebi bi lahko 
hudo škodovalo varnosti ali interesom Republike Slovenije; 
3. ZAUPNO, ki se določi za tajne podatke, katerih razkritje nepoklicani osebi bi lahko 
škodovalo varnosti ali interesom Republike Slovenije; 
4. INTERNO, ki se določi za tajne podatke, katerih razkritje nepoklicani osebi bi lahko 
škodovalo delovanju ali izvajanju nalog organa.« (ZTP, 13. čl.) 
 
Zakaj jih lahko opredeljujemo kot posebnost? Predvsem zato, ker so ta preverjanja 
značilna samo za represivne organe države, torej Slovensko vojsko, policijo in varnostno-
obveščevalne službe, medtem ko v širši javni upravi, denimo v šolstvu in zdravstvu, teh 
preverjanj ni oziroma niso zakonsko obvezna. Po Zakonu o tajnih podatkih pa je v 3. členu 
jasno zapisano, kdo lahko dostopa do tajnih podatkov brez varnostnega preverjanja.  
 
V Sloveniji opravljajo naloge iz pristojnosti nacionalnega varnostnega preverjanja organi, 
ki jih je določila Vlada Republike Slovenije. Opredeljeni so v tabeli številka 5. 
 
Tabela 5: Organi za opravljanje nalog iz Zakona o tajnih podatkih v Sloveniji 
 
Država Organi za opravljanje nalog iz ZTP 
Slovenija Slovenska obveščevalno-varnostna agencija (SOVA) 
Ministrstvo za obrambo Republike Slovenije – Obveščevalno-varnostna 
služba (MORS-OVS) 
Ministrstvo za notranje zadeve (MNZ) 
Urad Vlade Republike Slovenije za varovanje tajnih podatkov (UVTP) 
 
Vir: DZ RS (2014) 
 
V nadaljevanju bom v poglavjih 6.3.1, 6.3.2, 6.3.3, 6.3.4 in njihovih podpoglavjih vsak 




6.3 UREDITEV VARNOSTNEGA PREVERJANJA  
 
V naslednjih poglavjih bom prikazala varnostno preverjanje v Republiki Sloveniji in njegov 
potek ponazorila z diagrami. Pri nas se varnostno preverjanje izvaja pri organih, ki jih 
imenuje Vlada RS. Vsak organ preverja svoje zaposlene, izjeme so le varnostna 
preverjanja za podjetja, kjer ni enotne prakse, vendar bi po mnenju pooblaščenih oseb v 
posameznih organih to področje bilo smiselno poenotiti. 
 
6.3.1 VARNOSTNO PREVERJANJE – SLOVENSKA OBVEŠČEVALNO-VARNOSTNA 
AGENCIJA 
 
Varnostno preverjanje za zaposlene v agenciji izvaja agencija sama v skladu z določili 
ZTP. Žal sogovornika na agenciji nisem dobila, ker mi je direktor agencije Zoran Klemenčič 
z dopisom dne 14. 4. 2015 odgovoril, da » … pogovor z uslužbenci agencije, ki izvajajo 
varnostna preverjanja, žal ni možen.« 
 
V nadaljevanju dopisa me je napotil na Urad za varovanje tajnih podatkov, ki pokriva to 
vsebinsko področje. Žal je SOVA edina služba, ki je pogovor za raziskovanje tako zelo 
pomembne in občutljive teme zavrnila, zato bo raziskava za ta del okrnjena. Predvidevam, 
da opravljajo varnostna preverjanja po črki zakona, žal pa ne moremo govoriti o 
posameznih načelnih primerih, s katerimi se srečujejo in bi lahko bili pripomoček k novim 
zakonskim predlogom ZTP in popravkom morebitnega Zakona o SOVI.  
 
6.3.2 VARNOSTNO PREVERJANJE – MINISTRSTVO ZA OBRAMBO REPUBLIKE 
SLOVENIJE – OBVEŠČEVALNO-VARNOSTNA SLUŽBA 
 
Za varnostno preverjanje zaposlenih na Ministrstvu za obrambo, v Obveščevalno-varnostni 
službi in Slovenski vojski skrbi obveščevalno-varnostna služba. Pooblaščena oseba oziroma 
predlagatelji za varnostno preverjanje so lahko vodja kadrovske službe MORS, vodja 
kadrovske službe SV, direktor direktorata za logistiko – naročila in center vojaških šol, ki 
vodijo postopek varnostnega preverjanja, ob tem pa morajo natančno upoštevati Zakon o 
obrambi in Zakon o tajnih podatkih.  
 
Zaradi zniževanja stroškov in nemotenega procesa dela poteka preverjanje zaposlenih na 
primer v SV v vojašnicah, OVS-MORS pa vedno pregleda in preveri podatke. Postopek 
preverjanja mora potekati zakonito, saj lahko oseba v postopku, če so ji kratene pravice, 
sproži upravni spor na sodišču. V postopku preverjanja se vedno sledi enotnemu cilju, in 
to je VERODOSTOJNOST, ZANESLJIVOST in LOJALNOST zaposlenih. 
 
6.3.2.1 Stopnja zaupnosti interno 
 
Na sliki 3 je prikaz varnostnega preverjanja za dostop do tajnih podatkov s stopnjo 
INTERNO. Na Ministrstvu za obrambo, v OVS in SV morajo imeti zaposleni za opravljanje 
svojega dela dostop do tajnih podatkov stopnjo INTERNO, zato morajo opraviti postopek 
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za pridobitev dovoljenja. 
 
Postopek se začne z obveznim osnovnim usposabljanjem, ki ga opredeljuje ZTP. Ko je 
usposabljanje opravljeno, mora oseba izpolniti izjavo, s katero izrazi soglasje za varnostno 
preverjanje, hkrati pa se zaveže, da je seznanjena z zakonom o tajnih podatkih in da bo v 
skladu z zakonom z njimi tudi ravnala.  
 
Vprašalniki, uporabljeni v postopku varnostnega preverjanja za pridobitev dovoljenja za 
dostop do tajnih podatkov, so zakonsko predpisani. Priložena so tudi navodila za njihovo 
lažje izpolnjevanje. Odgovori morajo biti jasni, resnični in celoviti, osebi pa je pri tem 
treba zagotoviti, da vprašalnik izpolni diskretno in ga skupaj s soglasjem in izjavo sama 
zapre v priloženo ovojnico, kamor napiše svoje ime in priimek, naziv organa in besedilo 
"Vprašalnik za varnostno preverjanje" ter ga vrne predlagatelju. Na hrbtni strani ovojnice 
se mora oseba podpisati tako, da sega podpis prek njenega zalepljenega zavihka. V 
nadaljevanju bom z diagrami poteka ponazorila potek varnostnega preverjanja za vsak 
organ posebej, čeprav navodila in obrazci veljajo za vse enako, saj so predpisani z 
zakonom in jih morajo vsi, ki izvajajo varnostna preverjanja, dosledno upoštevati. Zato 
njihovih značilnosti ne bom vsakič na novo definirala, temveč samo enkrat, in sicer v delu, 
ko se bomo prvič srečali z njimi. Kasneje bom označevala samo kratice obrazcev, ki so 
uporabljeni v postopku.  
 
Postopek se začne z obrazcem VP-1: SOGLASJE ZA VARNOSTNO PREVERJANJE, kjer 
oseba izpolni, da (ne)soglaša z varnostnim preverjanjem, in sicer tako, da obkroži besedo 
"soglašam" oziroma "ne soglašam". Na obrazec mora vpisati IME in PRIIMEK, ROJSTNE 
PODATKE in NASLOV STALNEGA PREBIVALIŠČA. Označiti mora tudi STOPNJO TAJNOSTI, 
ZA KATERO JE PREDLAGANA V POSTOPEK PREVERJANJA, in sicer samo za stopnje 
STROGO TAJNO, TAJNO ali ZAUPNO. Na koncu sledijo KRAJ, DATUM ter LASTNOROČNI 
PODPIS.  
 
V postopku za pridobitev stopnje zaupnosti INTERNO mora oseba izpolniti obrazec VP-6: 
IZJAVA PREVERJANE OSEBE. Z njim soglaša, da se varnostno preverjanje za stopnjo 
tajnosti INTERNO izda, ker bo zaposlena oseba pri svojem delu imela dostop do tajnih 
podatkov z navedeno stopnjo tajnosti. Oseba navede IME in PRIIMEK, NASLOV 
STALNEGA PREBIVALIŠČA, DELOVNO MESTO in ORGANIZACIJSKO ENOTO, v KATERI 
DELA. Pred podpisom te izjave se mora udeležiti osnovnega usposabljanja o varovanju in 
obravnavanju tajnih podatkov, ki ga opredeljuje ZTP. 
 
Sledi obrazec VP-9: SOGLASJE ZA POTRDITEV VELJAVNOSTI DOVOLJENJA. Vanj 
preverjana oseba ponovno vpiše svoje osnovne podatke (IME in PRIIMEK, ROJSTNI 
PODATKI, NASLOV STALNEGA PREBIVALIŠČA) ter napiše NAZIV ORGANA, ki je 
predlagatelj varnostnega preverjanja. (Ne)Soglasje ponovno izrazi tako, da obkroži besedi 
"soglašam" oziroma "ne soglašam". 
 
Če ob preverjanju varnostnega zadržka ni, pristojni organ izda osebi upravno odločbo o 
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dostopu do tajnih podatkov z oznako INTERNO, kar je prikazano na sliki številka 3.  
 






Če se zaposleni ne strinja z odločbo, ima pravico, da se nanjo pritoži. K dokončanju 
postopka pa sodi tudi vnos v sistemizacijo, ki mora ustrezati stopnji opravljenega 
usposabljanja. 
 
6.3.2.2 Stopnja zaupnosti zaupno 
 
Diagram poteka na sliki 4 prikazuje postopek varnostnega preverjanja za dostop do tajnih 
podatkov stopnje ZAUPNO, ki ga opravijo zaposleni na Ministrstvu za obrambo, v OVS in 
posamezniki v SV, ker potrebujejo dostop do zaupnih podatkov za nemoteno delo na 
svojem delovnem mestu. 
 
Postopek se začne z osnovnim usposabljanjem, ki ga opredeljuje ZTP. Po usposabljanju 
sledi podpis izjave, da je oseba seznanjena z zakonom o tajnih podatkih. Hkrati se zaveže, 
da bo v skladu z zakonom z njimi tudi ravnala, ob tem pa izpolni osnovne vprašalnike za 
dostop do tajnih podatkov (obrazec VP-1, obrazec VP-6, obrazec VP-9). Po izpolnitvi tega 
pogoja mora preverjana oseba izpolniti osnovni vprašalnik obrazec VP-2: OSNOVNI 
VPRAŠALNIK ZA DOSTOP DO TAJNIH PODATKOV, na katerem se mora lastnoročno 
podpisati na vsako stran vprašalnika v spodnji desni kot. Vprašalnik zajema podatke IME 
IN PRIIMEK7, ENOTNA MATIČNA ŠTEVILKA OBČANA (EMŠO)8, DATUM IN KRAJ 
ROJSTVA9, DRŽAVLJANSTVO10, NASLOV PREBIVALIŠČA11, BIVANJE V TUJINI12, ZAKONSKI 
                                                 
7 V 1. rubriko ime in priimek oseba vpiše osebno ime, ki ga uporablja v pravnem prometu. »V 
rubriko "prejšnja uporabljena imena" vpiše ime in priimek, ki ju je uporabljal v preteklosti (dekliški 
priimek, priimek, pridobljen s sklenitvijo zakonske zveze, sprememba imena ali priimka) in obdobje, 
v katerem ju je uporabljala.« (Urad Vlade RS za varovanje tajnih podatkov, 2014) 
8 V 2. rubriko EMŠO vpiše preverjana oseba svojo enotno matično številko. 
9 V 3. rubriki navede oseba dan, mesec in letnico rojstva (DD MM LLLL), v rubriki 3.1 kraj rojstva 
ter 3.2 državo rojstva. 
10 »V rubriko 4 preverjana oseba vpiše svoje državljanstvo, v 4.1 "dvojno državljanstvo" pa obkroži 
ustrezen odgovor. V primeru pritrdilnega odgovora izpolni še rubriko 4.1.1 tako, da vpiše državo, 
katere državljanka je. V rubriki 4.2 "prejšnja državljanstva" obkroži ustrezen odgovor. V primeru 
pritrdilnega odgovora izpolni še rubriko 4.2.1 tako, da vpiše državljanstvo, ki ji je prenehalo. V 
rubriki 4.3 obkroži ustrezen odgovor o načinu prenehanja prejšnjega državljanstva.« (Urad Vlade 
RS za varovanje tajnih podatkov, 2014) 
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STAN IN ŠTEVILO OTROK13, POKLIC IN DELO, KI GA OPRAVLJA14, SLUŽENJE VOJAŠKEGA 
ROKA15, ŠOLANJE IN OBISKOVANJE SEMINARJEV IN DRUGE OBLIKE USPOSABLJANJA V 
TUJINI16, DELODAJALCI17, NEIZBRISANE PRAVNOMOČNE OBSODBE18, TEKOČI KAZENSKI 
POSTOPKI19, ODVISNOST OD ALKOHOLA, DROG ALI DRUGE OBLIKE ZASVOJENOSTI20, 
                                                                                                                                                    
11 »V rubriki 5 preverjana oseba vpiše naslov stalnega prebivališča. Stalno prebivališče je naselje, 
kjer posameznik dejansko stalno prebiva in ker je to naselje središče njegovih življenjskih 
interesov, to pa presoja na podlagi njegovih poklicnih, ekonomskih, socialnih in drugih vezi, ki 
kažejo, da med posameznikom in naseljem, kjer živi, dejansko obstajajo tesne in trajne povezave 
(3. točka 3. člena Zakona o prijavi prebivališča (Uradni list RS, št. 59/2006-upb1, ZPPreb-B 
111/2007, v nadaljevanju ZPPreb). V rubriki 5.1. vpiše naslov začasnega prebivališča. Začasno 
prebivališče je vsako drugo prebivališče, kjer se posameznik zadržuje ali začasno prebiva zaradi 
dela, šolanja ali drugih razlogov, vendar v njem stalno ne prebiva 8 4. točka 3. člena ZPPreb). V 
rubriki 5.2. vpiše naslov dosegljivosti, kjer preživi pretežni del časa. Če je naslov dejanskega 
prebivališča enak stalnemu, potem v rubriko naselje, ulica vpiše besedno zvezo "enako kot stalno 
prebivališče", če pa je naslov dejanskega prebivališča enak začasnemu, potem v rubriko naselje, 
ulica vpiše besedno zvezo "enako kot začasno prebivališče".« (Urad Vlade RS za varovanje tajnih 
podatkov, 2014) 
12 »V rubriki 6 preverjana oseba obkroži "NE", če je bivala v tujini manj kot tri mesece. V 
nasprotnem primeru obkroži "DA" in izpolni rubriko 6.1.« (Urad Vlade RS za varovanje tajnih 
podatkov, 2014) 
13 »V rubriki 7 preverjana oseba obkroži številko pred odgovorom. V rubriki 7.1. – "število otrok" 
vpiše število vseh svojih otrok, ne glede na njihovo starost. Če preverjana oseba nima otrok, v 
rubriko napiše "nimam otrok". (Urad Vlade RS za varovanje tajnih podatkov, 2014) 
14»V rubriki 8 preverjana oseba vpiše poklic, ki ga je pridobila s šolanjem oziroma študijem, in v 
rubriki 8.1 področje dela, ki ga dejansko opravlja.« (Urad Vlade RS za varovanje tajnih podatkov, 
2014) 
15 »Pod rubriko 9.1 preverjana oseba obkroži odgovor, ne glede na spol. Preverjana oseba, ki v 
rubriki 9.1 obkroži "DA", skrbno prebere rubrike 9.2, 9.3 in 9.4. V rubriki 9.2 vpiše v prvo kolono 
kraj in državo, kjer je služila vojaški rok, v drugo, enoto služenja in v tretjo obdobje, v katerem je 
služila vojaški rok. Preverjana oseba je lahko služenje opravljala v dveh ali večih krajih, zato je 
treba kraje služenja vpisovati, kot so si časovno sledili. Preverjana oseba, ki je služenje vojaškega 
roka opravila na način iz rubrike 9.3, obkroži črko pred odgovorom in v kolono obdobje vpiše npr. 
1999/2000. Preverjana oseba, ki je služenje vojaškega roka opravila z nadomestno civilno službo, 
bo v rubriki organizacija napisala naziv organizacije, v kateri je opravila nadomestno civilno 
službo.« (Urad Vlade RS za varovanje tajnih podatkov, 2014) 
16 »Če se preverjana oseba ni šolala in ni obiskovala seminarjev oziroma drugih oblik usposabljanj 
v tujini, ki bi trajali več kot mesec, v rubriki 10 obkroži "NE". V nasprotnem primeru obkroži "DA" in 
izpolni rubriko 10.1.« (Urad Vlade RS za varovanje tajnih podatkov, 2014) 
17 »V rubriki 11.1 vpiše preverjana oseba podatke trenutnega delodajalca, naslov in naziv svojega 
delovnega mesta ter datum začetka nastopa dela pri trenutnem delodajalcu. V 11.2 vpiše podatke 
"nekdanjih delodajalcev". V rubriki "razlogi in način prekinitve delovnega razmerja" vpiše poleg 
načina prenehanja delovnega razmerja (npr. sporazumno, odpoved idr.) tudi razloge prenehanja 
(npr. boljše delovne razmere, želja po napredovanju idr.).« (Urad Vlade RS za varovanje tajnih 
podatkov, 2014) 
18 »V rubrikah 12.1, 12.2 in 12.4 preverjana oseba obkroži ustrezen odgovor. V primeru 
pritrdilnega odgovora v rubriki 12.2 oziroma 12.4 izpolni rubriko 12.3 oziroma 12.5. V rubrikah 12.4 
in 12.5 vpiše vse prekrške, ki zaradi zastaranja niso bili brisani iz evidenc. Preverjana oseba vpiše v 
rubriki 12.4 podatke o vseh prekrških, zaradi katerih je bila obravnavana pri sodišču ali pri drugem 
prekrškovnem organu (Policija, inšpekcijski organi, redarstvo idr.).« (Urad Vlade RS za varovanje 
tajnih podatkov, 2014) 
19 »V rubriki 13.1 obkroži ustrezen odgovor. Pri pritrdilnem odgovoru izpolni še rubriko 13.2 tako, 
da vpiše pristojno sodišče, pred katerim teče postopek.« (Urad Vlade RS za varovanje tajnih 
podatkov, 2014) 
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BOLEZNI ALI DUŠEVNE MOTNJE, KI BI LAHKO OGROZILE VARNO OBRAVNAVANJE 
TAJNIH PODATKOV21, STIKI S TUJIMI VARNOSTNIMI IN OBVEŠČEVALNIMI SLUŽBAMI22, 
ČLANSTVO ALI SODELOVANJE V ORGANIZACIJAH ALI SKUPINAH, KI OGROŽAJO 
VITALNE INTERESE REPUBLIKE SLOVENIJE ALI DRŽAV ČLANIC POLITIČNIH, 
OBRAMBNIH IN VARNOSTNIH ZVEZ, KATERIH ČLANICA JE REPUBLIKA SLOVENIJA23, 
NEIZBRISANI DISCIPLINSKI UKREPI24, PREJŠNJA VARNOSTNA PREVERJANJA ZA DOSTOP 
DO TAJNIH PODATKOV25. Po izpolnitvi vprašalnika sledi preverjanje podatkov, ki ga 
opravijo pooblaščene osebe na OVS. Nato sledi vabilo zaposlenemu na razgovor. Če ob 
preverjanju varnostnega zadržka ni, pristojni organ izda osebi upravno odločbo o dostopu 
do tajnih podatkov z oznako ZAUPNO. Oseba dobi na temelju izdane odločbe potrdilo, na 
podlagi potrdila pa kartico o dostopu do podatkov, ki jo mora zaradi morebitnega 
inšpekcijskega nadzora imeti vedno pri sebi. Velikost kartice je zakonsko predpisana z 
obrazcem VP-7. Ta vsebuje glavo organa, ki je izdal dovoljenje, osebne podatke 
preverjene oseb (IME IN PRIIMEK, ROJSTNI DATUM), IZPIS STOPNJE TAJNOSTI TER 
DATUM VELJAVE DOVOLJENJA OD-DO. V spodnjem levem kotu se nahajata KRAJ IN 
DATUM IZDAJE DOVOLJENJA, na sredini je ŽIG in v desnem kotu PODPIS PREDSTOJNIKA 
organa. Velikost izdanega dovoljenja ustreza velikosti osebne izkaznice (8x5 cm).  
 
Če ob preverbi podatkov obstaja možnost za varnostni zadržek, zaposleni izpolni obrazec 
VP-8: SOGLASJE ZA VMESNO VARNOSTNO PREVERJANJE, v katerem izpolni osebne 
podatke (IME IN PRIIMEK, ROJSTNE PODATKE IN NASLOV STALNEGA PREBIVALIŠČA), 
navede NAZIV ORGANA, ki je podal predlog za vmesno varnostno preverjanje, in ponovno 
izkaže (ne)soglasje z obkrožitvijo besede "soglašam" oziroma "ne soglašam". Na podlagi 
izpolnjenega obrazca se sestane tričlanska komisija, ki dodatno pregleda dejstva in 
morebitne okoliščine za izdajo dovoljenja za dostop do tajnih podatkov. Z osebo se opravi 
razgovor, pred tem pa mora izpolniti obrazec za varnostno poizvedovanje VP-5: 
SOGLASJE ZA VARNOSTNO PREVERJANJE Z VARNOSTNIM POIZVEDOVANJEM, s svojimi 
osnovnimi podatki (IME IN PRIIMEK, ROJSTNI PODATKI IN NASLOV STALNEGA 
PREBIVALIŠČA). Gre za postopek osnovnega ali razširjenega varnostnega preverjanja pri 
osebi, za katero se ugotovi sum varnostnega zadržka. V tem primeru mora oseba na 
obrazcu ponovno obkrožiti (ne)soglasje k preverjanju, hkrati pa mora izpolniti tudi dodatni 
                                                                                                                                                    
20 »V rubrikah 14.1, 14.1.1, 14.2, 14.2.1 in 14.3 preverjana oseba obkroži ustrezne odgovore. Če 
na vprašanje v rubriki 14.3 odgovori pritrdilno, izpolni še rubriko 14.3.1.« (Urad Vlade RS za 
varovanje tajnih podatkov, 2014) 
21 »V rubriki 15.1 preverjana oseba obkroži ustrezen odgovor. V primeru pritrdilnega odgovora v 
rubriki 15.1, izpolni še rubriki 15.2 in 15.3.« (Urad Vlade RS za varovanje tajnih podatkov, 2014) 
22 »V rubriki 16.1 preverjana oseba obkroži ustrezen odgovor. V primeru pritrdilnega odgovora 
izpolni rubriko 16.1.1. Isto stori tudi pri vprašanjih 16.2, 16.2.1, 16.3 in 16.3.1.« (Urad Vlade RS za 
varovanje tajnih podatkov, 2014) 
23 »V rubriki 17 preverjana oseba obkroži ustrezen odgovor. V primeru pritrdilnega odgovora izpolni 
še rubriko 17.1.« obrazec VP-2, rubrika 17 je prikazana na sliki številk 8. (Urad Vlade RS za 
varovanje tajnih podatkov, 2014) 
24 »V rubriki 18 preverjana oseba obkroži ustrezen odgovor. Če je odgovor pritrdilen, v rubrikah 
"vrsta kršitve" in » "rsta ukrepa" vpiše samo izrečene disciplinske ukrepe.« (Urad Vlade RS za 
varovanje tajnih podatkov, 2014) 
25 »V rubriki 19.1 obkroži ustrezen odgovor. V primeru pritrdilnega odgovora izpolni še rubriko 
19.2.« (Urad Vlade RS za varovanje tajnih podatkov, 2014) 
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vprašalnik obrazec VP-4: DODATNI VPRAŠALNIK, ki je razdeljen na dva dela (drugi del 
vprašalnika se izpolnjuje samo na poziv uradne osebe). Ta vprašalnik morajo izpolniti tudi 
osebe v postopku varnostnega preverjanja za dostop do tajnih podatkov stopnje tajnosti 
STROGO TAJNO ter osebe, pri katerih poteka varnostno poizvedovanje iz tretjega 
odstavka 22. b in tretjega odstavka 22. c člena zakona. Prvi del vsebuje podatke IME IN 
PRIIMEK preverjane osebe, OSEBE, KI LAHKO POTRDIJO PODATKE, NAVEDENE V 
VPRAŠALNIKU26. Po izpolnitvi podatkov sledi razgovor s tretjimi osebami. Drugi del tega 
obrazca vsebuje IME IN PRIIMEK PREVERJANE OSEBE, PODATKE O ZAKONCU ALI 
ZUNAJZAKONSKEM PARTNERJU IN VSEH POLNOLETNIH OSEBAH, KI ŽIVIJO S 
PREVERJANO OSEBO V SKUPNEM GOSPODINJSTVU27. Po preveritvi vseh dejstev in 
okoliščin se osebi izda dovoljenje (obrazec VP-7) ali pa se ji zavrne dostop do tajnih 
podatkov stopnje ZAUPNO.  
 
                                                 
26 »V rubrikah 2.1, 2.2 in 2.3 preverjana oseba vpiše podatke oseb, ki lahko potrdijo podatke, ki jih 
je navedla v vprašalniku. Te osebe pa ne smejo biti zakonec, zunajzakonski partner ali druge 
polnoletne osebe, ki z njo živijo v skupnem gospodinjstvu. Pričakuje se, da bo preverjana oseba 
vpisala podatke treh oseb, ki jo dovolj dobro poznajo (za preverjano obdobje), da bodo lahko 
potrdile večino odgovorov, ki jih je navedla v vprašalniku. (Če menite, da oseba ne nasprotuje, 
vpišite v rubriko "ulica, naselje" tudi telefonsko številko osebe, prek katere je najlažje dosegljiva.) 
Preverjana oseba v to rubriko vpiše osebe, ki bodo v času postopka varnostnega preverjanja 
dosegljive na enem od naslovov v Republiki Sloveniji (v obdobju dveh mesecev od dne, ko je 
preverjana oseba izpolnila in oddala vprašalnik). Obrazec VP-4, II. del, preverjana oseba izpolni 
samo na poziv uradne osebe v postopku varnostnega preverjanja za dostop do tajnih podatkov 
stopnje tajnosti TAJNO ali STROGO TAJNO, samo če ugotovljeni sum varnostnega zadržka iz 
drugega odstavka 22. c in 22. d člena zakona izhaja iz okoliščin, ki so povezane z njenim zakoncem 
ali zunajzakonskim partnerjem oziroma katerokoli polnoletno osebo, ki živi z njo v skupnem 
gospodinjstvu.« (Urad Vlade RS za varovanje tajnih podatkov, 2014) 
27»V rubrikah od 2.1 do 2.5 preverjana oseba vpiše podatke o zakoncu, zunajzakonskem partnerju 
in vseh polnoletnih osebah, ki z njo živijo v skupnem gospodinjstvu. Če vsi člani skupnega 
gospodinjstva (to bo dokaj pogosto) prebivajo na istem naslovu, potem v rubriko naselje, ulica 
preverjana oseba vpiše "ENAKO KOT PREVERJANA OSEBA".« (Urad Vlade RS za varovanje tajnih 
podatkov, 2014) 
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Če se zaposleni ne strinja z odločbo, ima pravico, da se nanjo pritoži. K dokončanju 
postopka pa sodi tudi vnos v sistemizacijo, ki mora ustrezati stopnji opravljenega 
usposabljanja. 
 
6.3.2.3 Stopnja zaupnosti tajno in strogo tajno 
 
Diagram poteka na sliki 5 prikazuje postopek varnostnega preverjanja za dostop do tajnih 
podatkov stopnje TAJNO IN STROGO TAJNO. Tega opravijo zaposleni na Ministrstvu za 
obrambo, OVS in posamezniki v SV, ki potrebujejo za svoje nemoteno delo dostop do 
takih vsebin. Postopek varnostnega preverjanja za pridobitev dostopa do tajnih podatkov 
stopnje TAJNO in STROGO TAJNO je v obeh primerih enak. 
 
Postopek se začne z obveznim usposabljanjem, ki ga opredeljuje ZTP. Ko je usposabljanje 
opravljeno, sledi lastnoročni podpis na izpolnjeni izjavi, s katero oseba potrjuje, da je 
seznanjena z zakonom o tajnih podatkih, hkrati pa se zaveže, da bo v skladu z zakonom z 
njimi tudi ravnala (obrazec VP-1, obrazec VP-6, obrazec VP-9). Sledi izpolnitev osnovnega 
vprašalnika (obrazec VP-2) za dostop do tajnih podatkov in posebnega vprašalnika za 
dostop do tajnih podatkov (obrazec VP-3): POSEBNI VPRAŠALNIK, ki zajema poleg 
osnovnih podatkov in podpisa na vsaki strani vprašalnika v desnem spodnjem robu še 
podatke: SODELOVANJE V TUJIH OBOROŽENIH SILAH ALI DRUGIH OBOROŽENIH 
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FORMACIJAH28, FINANČNE OBVEZNOSTI IN PREVZETA JAMSTVA TER LASTNIŠTVO 
NEPREMIČNIN29, DAVČNA ŠTEVILKA30 IN VAŠE LASTNOSTI IN DRUGE OKOLIŠČINE, 
ZARADI KATERIH BI LAHKO BILI IZPOSTAVLJENI IZSILJEVANJU ALI DRUGIM OBLIKAM 
PRITISKA31. Če po preveritvi podatkov ni odstopanj, se postopek zaključi in izda 
dovoljenje za dostop do tajnih podatkov (obrazec VP-7). Če med preverjanjem podatkov 
pride do suma zadržka, se opravi razgovor in zaposleni mora izpolniti dodatni vprašalnik 
varnostno poizvedovanje (obrazec VP-5) in dodatni vprašalnik, ki vsebuje I. in II. del 
(obrazec VP-4). Po ustreznem postopku za preverjanje podatkov, izpolnjenih na 
osnovnem, posebnem in dodatnem vprašalniku, pooblaščena oseba na OVS opravi 
razgovor s tretjimi osebami.  
 
Če ob preverjanju varnostnega zadržka ni, pristojni organ izda osebi upravno odločbo o 
dostopu do tajnih podatkov z oznako TAJNO ali STROGO TAJNO. Na temelju izdane 
odločbe dobi oseba potrdilo, s katerim na OVS-MORS izdajo osebi kartico (obrazec VP-7) o 
opravljenem dostopu do podatkov. Zaradi morebitnega inšpekcijskega nadzora mora imeti 
kartico vedno pri sebi. 
 
 
                                                 
28 »V rubriki 1 preverjana oseba obkroži ustrezen odgovor. Pri pritrdilnem odgovoru izpolni še 
rubriko 1.1.« (Urad Vlade RS za varovanje tajnih podatkov, 2014) 
29 »V rubrikah 2 in 2.1 preverjana oseba obkroži ustrezna odgovora. V primeru pritrdilnega 
odgovora na vprašanje iz točke 2.1 izpolni še podatke v rubriki 2.1.1 oziroma posamezno rubriko 
prečrta. V rubriki 2.2 navede podatke o povprečnem neto osebnem dohodku v zadnjih treh 
mesecih pred izpolnitvijo obrazca. V rubriki 2.2.1 navede vrsto in znesek vseh dohodkov, prejetih v 
Republiki Sloveniji in v tujini v prejšnjem letu oziroma predloži kopijo odločbe o dohodnini. Kadar 
ob izpolnjevanju vprašalnika še nima podatkov o dohodkih v prejšnjem letu, navede podatke o 
dohodkih iz zadnje odločbe o dohodnini ali priloži njeno kopijo. V rubrikah 2.3 in 2.3.1, 2.4 
preverjana oseba obkroži ustrezna odgovora. V primeru pritrdilnega odgovora v rubrikah 2.3.1, 2.4 
izpolni še rubriki 2.3.2, 2.4.1 oziroma 2.5.1. V rubriki 2.5 preverjana oseba obkroži ustrezen 
odgovor. V primeru pritrdilnega odgovora na vprašanje v rubriki 2.5.1 navede še podatke o 
lastništvu vrste nepremičnin (zemljišče, stavbe ... ), o lastniškem deležu, kraju in državi, kjer leži 
nepremičnina.« Obrazec VP-3, rubrika 2 je prikazan pod sliko številka 6 in 7 (Urad Vlade RS za 
varovanje tajnih podatkov, 2014). 
30 Vpiše davčno številko. 
31 »V rubriki 4.1 preverjana oseba obkroži ustrezen odgovor. V primeru pritrdilnega odgovora 
izpolni še rubriko 4.2. Kot lastnosti in druge okoliščine so mišljene tiste lastnosti in okoliščine, ki bi 
jih lahko nekdo, če bi izvedel zanje, uporabil tako, da bi preverjano osebo izsiljeval ali nanjo izvajal 
pritisk. Preverjana oseba ne želi, da za te okoliščine izvejo javnost, delodajalec, partner ipd., ker bi 
to zanjo imelo določene posledice. Enako preverjana oseba odgovori tudi na vprašanji 4.3 in 4.4.« 
(Urad Vlade RS za varovanje tajnih podatkov, 2014) 
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Če ob preverbi podatkov obstaja možnost za varnostni zadržek, se sestane tričlanska 
komisija, ki dodatno pregleda dejstva in morebitne okoliščine za izdajo dovoljenja za 
dostop do tajnih podatkov. Če se zaposleni z izdano odločbo ne strinja, ima pravico, da se 
nanjo pritoži. K dokončanju postopka sodi tudi vnos v sistemizacijo, ki mora ustrezati 
stopnji opravljenega usposabljanja. 
 
6.3.2.4 Bistvene ugotovitve in posebnosti 
 
Zakonsko varnostno preverjanje na OVS-MORS poteka od leta 2002, njegova zasnova pa 
se je začela v letu poprej. Do leta 2015 so izdali že prek 20.000 dovoljenj. Ob tem velja 
dodati, da v vseh teh letih ne opažajo niti enega izgubljenega spora na sodišču. To nam 
potrjuje, da je postopek (ne vsebina) izveden pravilno in v skladu z zakonskimi določili.  
 
Bistvena ugotovitev pri raziskovanju je, da je Zakon o tajnih podatkih potreben popravkov 
in sprememb, saj je bila zadnja sprememba narejena leta 2006. V zakonu so globe še 
vedno navedene v tolarjih, in to pove, da je politična volja za spremembe zakona zelo 
majhna. Po ocenah in mnenju pristojnih na OVS-MORS, bi bila nujna sprememba v 3. 
členu ZTP, ki govori o izjemah, torej o osebah, ki ne potrebujejo varnostnega preverjanja 
za dostop do tajnih podatkov, saj je ravno pri teh izjemah v preteklosti velikokrat prišlo do 
zlorab, do njih pa še vedno prihaja. S spremembo bi bilo treba poseči tudi v 27. člen ZTP, 
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ki opredeljuje razloge za zavrnitev izdaje dovoljenja za dostop do tajnih podatkov. Vanj bi 
bilo smiselno umestiti pogoj, da varnostnega zadržka ni pri prezadolženosti, sploh pa bi 
bilo treba ugotoviti, kje in kdaj je meja, ko govorimo o prezadolženosti. Dejstvo je, da se 
glede na krizo, s katero se spopadamo že od leta 2008, zadržki prezadolženosti 
spreminjajo in različno vplivajo na gmotno stanje posameznikov, ki pa so lahko ravno 
zaradi tega tarče izsiljevanj in izdaje tajnih podatkov. Po pogovoru s pristojnimi na OVS-
MORS lahko potrdimo, da je trenutno najbolj pereč problem, s katerim se soočajo, 
prezadolženost (prikaz obrazca VP-3 na sliki št. 6), ki v Zakonu o tajnih podatkih ni 
natančno opredeljena, po ocenah pooblaščenih sogovornikov pa bi morala biti jasno 
opredeljena in zapisana. 
 




Vir: DZ RS (2014) 
 
Pri posebnem vprašalniku je težava tudi pri vprašanju 4.3 (posebni vprašalnik VP-3 je 
prikazan na sliki št. 7), ki se glasi »Ali menite, da bi bili lahko zaradi lastnosti in okoliščin, 
ki izvirajo iz vašega življenja, izpostavljeni izsiljevanju ali drugim oblikam pritiska?«, saj 
večina ob izpolnjevanju odgovori negativno, vprašanje pa je, kot so mi povedali, 
pomembno in dano v vprašalnik predvsem zaradi homoseksualne usmerjenosti.  
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Vir: DZ RS (2014) 
 
Istospolna usmerjenost sama po sebi ni problematična, če je oseba ne prikriva. Gre za 
problem, ko oseba usmerjenost prikriva in lahko zaradi tega postane tarča izsiljevanj in 
posledično izdaje tajnih podatkov. Ta del vprašalnika bi bilo po mnenju sogovornikov 
smiselno preoblikovati, hkrati pa v OVS ne vidijo smisla, da bi v ta sklop vključili tudi 
vprašanje, ali oseba pripada kakšni ekstremistični skupini, saj po dosedanjih izkušnjah 
tega na obstoječi način ni mogoče odkriti. Spremembe bi bilo smiselno uvesti tudi pri 
dodatnem vprašalniku (obrazec VP-4), saj se je v dosedanji praksi izkazalo, da prihaja do 
zlorab, kot primer pa lahko navedem, da je oseba v postopku preverjanja vnesla v 
obrazec osebne podatke (naslove) ljudi, ki naj bi zanjo pričali, pri čemer so vse osebe na 
pogovoru ob preverjanju zavrnile soglasje za pričanje in potrdile zlorabo osebnih 
podatkov. Poleg tega pa takšna zloraba po trenutni zakonodaji ni in ne more biti pogoj, da 
se zaposlenemu izda varnostni zadržek.  
 
Ker ima varnostno preverjanje status upravne odločbe, se nanjo lahko stranka v postopku 
pritoži, če meni, da so ji bile v postopku kršene kakršnekoli pravice, ali če se z odločitvijo 
ne strinja. Republika Slovenija je glede pritožb na odločitev organa pravi unikum v EU, 
zato bi bilo to smiselno spremeniti. Po pridobljenih podatkih kar osemdeset odstotkov 
držav NATO nima možnosti pritožbe na odločitev organa, ki izdaja potrdila za dostop do 
tajnih podatkov, to pomeni, da takšno prakso izvajajo le tri do štiri države članice, med 
njimi je tudi Slovenija. Tudi v tretjih državah, kot je Amerika, pritožba na odločitev organa 
o dostopu do tajnih podatkov ni mogoča. Kot pomemben podatek in posebnost velja 
omeniti, da je v Sloveniji rok, v katerem se varnostno preverjanje izvede, tri mesece, na 
primer v Združenem kraljestvu, ZDA in Nemčiji pa varnostno preverjanje traja leto dni. 
 
Vsem, ki opravijo varnostno preverjanje, se izda kartica, s katero se identificirajo pri 
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dostopu do tajnih podatkov za stopnjo ZAUPNO, TAJNO in STROGO TAJNO. Kartica je 
narejena po standardih, ki so predpisani za izdajo osebne izkaznice (obrazec VP-7), da jih 
zaposleni lahko nosijo v denarnicah, saj jih morajo imeti ves čas pri sebi ne samo zaradi 
identifikacije, temveč tudi zaradi morebitnih inšpekcijskih pregledov.  
 
Zakon o obrambi bi bilo smiselno spremeniti in dopolniti vsaj v delu, ki govori o varnostnih 
zadržkih, in sicer 35. člen, dodati pa še 27. člen ZTP, kot je opisano v drugem odstavku 
tega poglavja. Dejstvo je, da tudi v Zakonu o obrambi ni bilo popravkov posameznih 
členov že od leta 1993, ker je za spremembo potrebna dvotretjinska večina navzočih 
poslank in poslancev (124. člen Ustave RS). Prav tako bi bilo smiselno dopolniti tretji 
odstavek 88. člena, ki se ponovno nanaša na varnostni zadržek. V tretji alineji tega 
odstavka bi bilo dobro dodati pogoj, da javni uslužbenec na obrambnem področju ni 
pripadnik ekstremističnega gibanja ali skupine, kajti na vprašanje, ali je pri preverjanju 
mogoče ugotoviti, ali je nekdo pripadnik ali simpatizer kakšnega ekstremističnega gibanja, 
je odgovor po opravljenem pogovoru nikalen. Na sliki številka 8 je prikazan obrazec VP-2 
z vprašanjem o sodelovanju v organizacijah ali skupinah, ki ogrožajo vitalne interese RS 
ali držav članic političnih, obrambnih, varnostnih zvez, katerih članica je RS. Vanj bi bilo 
po mnenju pristojnih na OVS-MORS in tudi stroke smiselno vnesti oziroma dodati 
konkretno vprašanje glede sodelovanja z ekstremističnimi skupinami, nazivom skupine, 
sedežem, pomenom njenega delovanja in obliko sodelovanja oziroma članstva v njej.  
 




Vir: DZ RS (2014) 
 
Na vprašanje, ali so v SV kdaj zaznali, da bi bila oseba povezana z ekstremističnimi 
skupinami, da soglaša z njihovimi ideološkimi pogledi, so pristojni na OVS povedali, da 
takšnega primera niso zaznali, saj glede na zakonodajo tega ni mogoče sankcionirati, pri 
varnostnem preverjanju pa niti zaznati. Poudarili so, da je pred prvo zaposlitvijo v 
varnostno-obveščevalni službi, MORS ali SV veliko večja verjetnost, da se osebo, ki bi 
imela morebitna ekstremistična in ideološka nagnjenja, zavrne in ne spusti v sistem. 
Pojavi pa se vprašanje, ali ni to zakonsko sporno. Kasneje, ko je takšna oseba že v 
sistemu, pa se je po trenutni veljavni delovnopravni zakonodaji ne da odpustiti in se jo ob 
preverjanju tudi zelo težko odkrije. Navedli so primer, ko so pri določeni osebi zaznali 
"čudno" vedenje, zato so jo po razgovorih in ugotovljenih dejstvih odpustili. Vendar so 
poudarili, da s tem problem ni bil rešen, kajti v takšnem primeru se osebo odpusti iz 
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nacionalnih varnostnih služb, hkrati pa se jo prepusti družbi. Zato bi bila potrebna 
sistemska ureditev, ki bi takšnim osebam omogočila ustrezno pomoč. Dejstvo je, da se 
takšna oblika vedenja lahko prepozna samo glede na osnovi zbiranja vitalnih informacij iz 
človeških virov (angl. Human Intelligence), to pa je premalo, da bi lahko vse oblike 
ekstremnega vedenja zaznali že v zgodnji fazi in da bi lahko ukrepali na preventivni ravni. 
Torej je odkritje takšnih primerov zgolj naključje, ker se jih težko prepozna. 
 
6.3.3 VARNOSTNO PREVERJANJE – MINISTRSTVO ZA NOTRANJE ZADEVE 
 
Varnostno preverjanje na Ministrstvu za notranje zadeve se opravlja na Direktoratu za 
policijo in druge varnostne naloge, natančneje v sektorju za tajne podatke (slika 9 
organigram MNZ). Osnovno usposabljanje, ki ga morajo opraviti vsi zaposleni na MNZ in 
policiji, poteka enkrat mesečno, in sicer vsak prvi torek v mesecu. 
 
Varnostna preverjanja trenutno opravljajo trije svetovalci in en podsekretar na direktoratu 
za tajne podatke. Vsi imajo za to ustrezno pooblastilo ministra/-ice. Na dan 17. 3. 2015 so 
imeli v reševanju 7.500 vlog, ker morajo vsi policisti v policiji in 350 oseb v upravnem delu 
za dostop do tajnih podatkov stopnje ZAUPNO opraviti varnostno preverjanje. Ob tem 
podatku se je smiselno vprašati, ali v praksi policisti resnično potrebujejo dostop do te 
vrste tajnih podatkov. Če bi imeli zanesljive statistične podatke o dostopu policistov do 
tajnih podatkov, bi verjetno ugotovili, da vsi policisti varnostnega preverjanja za takšno 
stopnjo ne potrebujejo, posledično pa bi se s tem zmanjšali stroški opravljanja postopka 
in pa tudi morebitna varnostna tveganja za izdajo podatkov oziroma njihovo zlorabo.  
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6.3.3.1 Stopnja zaupnosti interno 
 
Zaposleni na MNZ in v policiji morajo imeti dostop do tajnih podatkov s stopnjo zaupnosti 
INTERNO. Preverjanje poteka enako kot na OVS-MORS, diagram je na sliki številka 10. 
Zaposleni morajo opraviti osnovno usposabljanje (program osnovnega usposabljanja, ki 
mu sledi lastnoročni podpis izjave, da je oseba seznanjena z Zakonom o tajnih podatkih in 
predpisi, sprejetimi na njegovi podlagi, ter da se zavezuje, da bo s tajnimi podatki ravnal/-
a v skladu z navedenimi predpisi; obrazec VP-1, obrazec VP-6,obrazec VP-9.  
 






Potrdilo o usposabljanju in dostopu do tajnih podatkov stopnje INTERNO prejmeta 
udeleženec in kadrovska služba, ki potrdilo vloži v posameznikovo kadrovsko mapo, ob 
tem pa mora biti pridobljena stopnja dostopa v skladu s sistematizacijo delovnih mest. 
 
6.3.3.2 Stopnja zaupnosti zaupno 
 
Dostop do tajnih podatkov ZAUPNO mora pridobiti vsak policist in v upravnem delu 
približno 350 oseb. Postopek varnostnega preverjanja poteka, kot prikazuje slika 11. 
Zaposleni morajo opraviti osnovno usposabljanje. Po usposabljanju vsak posameznik 
lastnoročno podpiše izjavo, da je seznanjen z ZTP, pri čemer se zaveže, da bo s podatki 
ravnal v skladu z zakonom (obrazec VP-1, obrazec VP-6,obrazec VP-9). Izpolniti mora 
osnovni vprašalnik za dostop do tajnih podatkov stopnje ZAUPNO (obrazec VP-2). Po 
preverjanju podatkov sledi izdaja upravne odločbe in kartice, ki jo mora imeti imetnik 
zaradi morebitnega inšpekcijskega nadzora vedno pri sebi (obrazec VP-7).  
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Pri MNZ se varnostno preverjanje od OVS-MORS razlikuje v tem, da za dostop do tajnih 
podatkov stopnje ZAUPNO pošljejo vabilo zaposlenemu za razgovor le takrat, če pri 
preveritvi podatkov po uradni dolžnosti ugotovijo neskladje s podatki, navedenimi v 
izpolnjenem vprašalniku (obrazec VP-2). Pri postopku vsak zaposleni dobi navodila za 
izpolnjevanje vprašalnika, saj so jasna navodila za pravilno izpolnjevanje obrazcev 
potrebna, da ne prihaja do nerazumevanja oziroma nepopolnega izpolnjevanja obrazca, 
kar za seboj potegne nepotrebne stroške preverjanja in podaljšanje časa do izdaje 
odločbe. 
 
Če se v postopku izkaže sum varnostnega zadržka, sledi izpolnjevanje obrazca VP-8 in 
vabilo osebi, ki opravlja varnostno preverjanje, na zagovor. Opravi se varnostno 
poizvedovanje (obrazec VP-5) in izpolnjevanje dodatnega vprašalnika prvi del (obrazec 
VP-4) ter pogovor s tretjimi osebami. Glede na izsledke in zbrana dejstva se osebi izda 
dovoljenje (obrazec VP-7), v nasprotnem primeru sledi zavrnitev, na katero se lahko 
zaposleni pritoži. 
 
6.3.3.3 Stopnja zaupnosti tajno  
 
Postopek varnostnega preverjanja za dostop do tajnih podatkov stopnje TAJNO poteka, 
kot je prikazano na sliki številka 12. Začetek postopka je enak kot pri stopnji ZAUPNO, 
posebnost se kaže le v tem, da mora preverjana oseba izpolniti vprašalnik obrazec VP-3, 
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če pa gre za sum varnostnega zadržka, je postopek enak kot pri stopnji ZAUPNO. 
 






6.3.3.4 Stopnja zaupnosti strogo tajno 
 
Dovoljenje za dostop do tajnih podatkov STROGO TAJNO ima le en odstotek oseb, 
zaposlenih na MNZ in v policiji, postopek za pridobitev dovoljenja pa je enak kot pri OVS-
MORS in je prikazan na sliki številka 13. Razlika med OVS-MORS in MNZ je v tem, da je 
tukaj postopek malenkost drugačen kot pri stopnji TAJNO, medtem ko je pri OVS-MORS 
postopek za stopnjo tajnosti TAJNO in STROGO TAJNO enak. 
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6.3.3.5 Bistvene ugotovitve in posebnosti 
 
Na MNZ imajo vsi zaposleni policisti dostop do tajnih podatkov stopnje ZAUPNO. Kot sem 
že omenila v poglavju 6.2.3.2, je dostop do podatkov ZAUPNO pri vseh policistih 
vprašljiv, saj se v praksi kaže, da potrebe za dostop do te stopnje tajnosti ni, res pa je, da 
ni statistike, ki bi to lahko z zagotovostjo potrdila, zato bi bilo na tem področju smiselno 
izvesti informatizacijo. V bistvu gre za široko paleto varnostnih preverjanj, zato se 
razlikujejo v pridobitvi stopnje ZAUPNO v primerjavi na OVS-MORS, je pa upravni del, ki 
zajema 350 oseb, manjši, samo za en odstotek vseh delovnih mest pa je potrebno 
dovoljenje za stopnji tajnosti TAJNO in STROGO TAJNO.  
 
Na vprašanje, ali je pri preverjanju mogoče ugotoviti, ali je nekdo pripadnik ali simpatizer 
kakšnega ekstremističnega gibanja, so zatrdili, da takega primera še niso imeli in da bi 
bilo to po trenutno veljavni zakonodaji nemogoče ugotoviti. 
 
Torej je tudi pri MNZ verjetnost, da bi lahko ustavili zaposlitev osebe z radikalno ideologijo 
ali članstvom v kateri izmed ekstremističnih skupin, majhna oziroma ničelna. To kaže, da 
bi bilo treba enako kot pri OVS-MORS spremeniti zakonodajo. Poudariti gre, da je 
tveganje večje, ko je oseba že v sistemu, saj delovnopravna zakonodaja ne omogoča, da 
se osebo, ki bi kazala taka prepričanja, odpusti. 
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Prav tako je zaznati potrebo po spremembi ZTP v 3. členu, to pomeni, da je nabor oseb, 
ki lahko dostopajo do tajnih podatkov brez varnostnega preverjanja, preširok in so nujne 
spremembe v 27. členu, ker nekatere alineje niso dovolj dobro definirane. Pogosta težava 
zaposlenih je prezadolženost. Zaradi finančne krize je postala problematika razsežna, prav 
tako pa ni meril, po katerih bi lahko določali najvišjo oziroma najnižjo zadolženost.  
 
6.3.4 VARNOSTNO PREVERJANJE – URAD VLADE REPUBLIKE SLOVENIJE ZA 
VAROVANJE TAJNIH PODATKOV 
 
Urad Vlade RS za varovanje tajnih podatkov skrbi za izvrševanje mednarodnih pogodb in 
obveznosti, ki jih je sprejela ali sklenila RS, in pri tem sodeluje z ustreznimi mednarodnimi 
subjekti. V skladu z mednarodnimi obveznostmi izdaja/preklicuje dovoljenja fizičnim 
osebam, organom in organizacijam za dostop do tujih tajnih podatkov. Izdaja tudi mnenja 
o varnostni ustreznosti komunikacijsko-informacijskih sistemov. 
 
Na sliki 14 je prikaz organigrama Urada Vlade Republike Slovenije za varovanje tajnih 
podatkov, ki vodi naslednje evidence in skrbi zanje: 
 izdaja dovoljenj za dostop do tajnih podatkov fizičnim osebam, 
 izdaja dovoljenj za dostop do tujih tajnih podatkov fizičnim osebam, 
 izdaja varnostnih dovoljenj organizacijam, 
 izdaja dovoljenj za dostop do tujih tajnih podatkov organizacijam, 
 izdaja za začasne izdaje dostopov do tajnih podatkov in 
 varnostna dovoljenja za delovanje komunikacijsko-informacijskih sistemov. 
 




Vir: UVTP (2012) 
 
6.3.4.1 Zakonodaja in naloge Urada Vlade Republike Slovenije za varovanje 
tajnih podatkov 
 
Delovanje in naloge Urada Vlade RS za tajne podatke urejajo: 
 Zakon o tajnih podatkih (Uradni list RS, št. 50/06 – uradno prečiščeno besedilo, 
9/10 in 60/11. 
 Uredba o varovanju tajnih podatkov (Uradni list RS, št. 74/05, 7/11 (24/11 
popravek)). 
 Uredba o obliki in uporabi znaka Urada Vlade RS za varovanje tajnih podatkov 
(Uradni list RS, št. 1/08). 
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 Uredba o notranjem nadzoru nad izvajanjem zakona o tajnih podatkih in 
predpisov, izdanih na njegovi podlagi (Uradni list RS, št. 106/02). 
 Uredba o izvajanju inšpekcijskega nadzora na področju varovanja tajnih podatkov 
in vsebini posebnega dela strokovnega izpita za inšpektorja (Uradni list RS, št. 
94/06). 
 Uredba o varnostnem preverjanju in izdaji dovoljenj za dostop do tajnih podatkov 
(Uradni list RS, št. 71/06 in 138/06). 
 Uredba o načinu in postopku ugotavljanja pogojev za izdajo varnostnega 
dovoljenja organizaciji (Uradni list RS, št. 70/07). 
 Sklep o določitvi pogojev za varnostno-tehnično opremo, ki se sme vgrajevati v 
varnostna območja (Uradni list RS, št. 94/06). 
 Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih 
(Uradni list RS, št. 48/07 in 86/11). 
 Področje zajemajo tudi druge mednarodne pogodbe. 
 
6.3.4.2 Dovoljenje za dostop do tajnih podatkov Evropske unije 
 
Tabela 6 prikazuje primerjavo stopenj tajnosti med Republiko Slovenijo in Evropsko unijo. 
 
Tabela 6: Oznake stopnja tajnosti v Sloveniji in oznake stopnja tajnosti Evropske unije 
 
Stopnja tajnosti Slovenija Stopnja tajnosti EU 
STROGO TAJNO TRES SECRET UE/EU TOP SECRET 
TAJNO SECRET UE/EU SECRET 
ZAUPNO CONFIDENTIEL UE/EU CONFIDENTIAL 
INTERNO RESTREINT UE/EU RESTRICTED 
 
Vir: UVTP (2012) 
 
Slika 15 prikazuje postopek varnostnega preverjanja za dostop do tajnih podatkov EU, v 
nadaljevanju pa je podrobno opisan potek. »Če oseba na svojem delovnem mestu 
opravlja funkcijo ali delovne naloge, zaradi katerih bi se morala seznaniti z vsebino tajnih 
podatkov EU, je treba zaprositi za dovoljenje za dostop do tajnih podatkov EU. Dovoljenje 
za dostop do tajnih podatkov EU izda UVTP na podlagi pisnega predloga predlagatelja iz 
22. f člena Zakona o tajnih podatkih, če ima oseba veljavno dovoljenje za dostop do 
nacionalnih tajnih podatkov. Pisni predlog mora vsebovati osebno ime, datum in kraj 
rojstva osebe, za katero se predlaga izdaja dovoljenja za dostop do tajnih podatkov EU, 
navedbo tuje države ali mednarodne organizacije, do katere tajnih podatkov naj bi imela 
oseba dostop (EU), stopnjo tajnosti tajnih podatkov EU in navedbo delovnega mesta 
osebe. Pisnemu predlogu mora predlagatelj priložiti izjavo o seznanitvi s predpisi, ki 
urejajo obravnavanje in varovanje tajnih podatkov EU (Sklep Sveta 2011/292/ EU, Sklep 
Komisije 2001/844/ES, Euratom), in zaprosilo za dostop do tajnih podatkov EU. Na 
zaprosilu mora biti glava organa predlagatelja. Pisni predlog, podpisano izjavo in zaprosilo 
pošlje predlagatelj UVTP. Dovoljenje za dostop do tajnih podatkov EU izda UVTP z 
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veljavnostjo za čas, ko oseba potrebuje dostop do tajnih podatkov EU, vendar ne dlje, 
kakor velja dovoljenje za dostop do nacionalnih tajnih podatkov.« (UVTP, 2012, str. 26) 
 






6.3.4.3 Dovoljenje za dostop do tajnih podatkov Zveze NATO 
 
Tabela 7 prikazuje primerjavo stopenj tajnosti med Republiko Slovenijo in Zvezo NATO. 
 
Tabela 7: Oznake stopnja tajnosti v Sloveniji in oznake stopnja tajnosti zveze NATO 
 
STOPNJA TAJNOSTI SLOVENIJA STOPNJA TAJNOSTI ZVEZA NATO 
STROGO TAJNO COSMIC TOP SECRET  
TAJNO NATO SECRET  
ZAUPNO NATO CONFIDENTIAL 
INTERNO NATO RESTRICTED 
 
Vir: UVTP (2012)  
 
Na sliki 16 lahko razberemo potek varnostnega preverjanja za dostop do tajnih podatkov 
Zveze NATO, in to je v nadaljevanju tega poglavja tudi podrobno opisano. »Če oseba na 
svojem delovnem mestu opravlja funkcijo ali delovne naloge, zaradi katerih bi se morala 
seznaniti z vsebino tajnih podatkov Zveze NATO, je treba zaprositi za dovoljenje za dostop 
do tajnih podatkov Zveze NATO. Dovoljenje za dostop do tajnih podatkov Zveze NATO 
izda UVTP na podlagi pisnega predloga predlagatelja iz 22. f člena Zakona o tajnih 
podatkih, če ima oseba veljavno dovoljenje za dostop do nacionalnih tajnih podatkov. 
Pisni predlog mora vsebovati osebno ime, datum in kraj rojstva osebe, za katero se 
predlaga izdaja dovoljenja za dostop do tajnih podatkov Zveze NATO, navedbo tuje 
države ali mednarodne organizacije, do katere tajnih podatkov naj bi imela oseba dostop 
(Zveza NATO), stopnjo tajnosti tajnih podatkov in navedbo delovnega mesta osebe. 
Pisnemu predlogu mora predlagatelj priložiti izjavo o seznanitvi s predpisi, ki urejajo 
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obravnavanje in varovanje tajnih podatkov Zveze NATO, ter zaprosilo za dostop do tajnih 
podatkov Zveze NATO. Na zaprosilu mora biti glava organa predlagatelja. Pisni predlog, 
podpisano izjavo in zaprosilo predlagatelj pošlje UVTP. Dovoljenje za dostop do tajnih 
podatkov Zveze NATO izda UVTP z veljavnostjo za čas, ko oseba potrebuje dostop do 
njih, vendar ne dlje, kakor velja dovoljenje za dostop do nacionalnih tajnih podatkov. 
Overjeno kopijo dovoljenja za dostop do tajnih podatkov Zveze NATO izda UVTP na 
podlagi pravilno izpolnjenega zaprosila za izdajo overjene kopije dovoljenja. Overjeno 
kopijo dovoljenja izda UVTP v angleščini in je namenjena udeležbi na sestankih, projektih 
in podobno Zveze NATO v tujini.« (UVTP, 2012, str. 26–27) 
 





6.3.4.4 Bistvene ugotovitve in posebnosti 
 
Po pogovoru s pooblaščeno osebo lahko zatrdim, da je sprememba ZTP nujna, za kar se 
zavzema tudi medresorska delovna skupina, katere član je tudi moj sogovornik. Posebnih 
primerov, ki bi jih lahko navedla, nimajo, saj izdajajo dovoljenja za dostop do tajnih 
podatkov varnostno že preverjenim osebam, zato za razliko od drugih organov težko 
govorijo o primerih, ki smo jih navajali v raziskavi. 
  
Navedem lahko, da je UVTP med leti 2007 in 2011 izdal bistveno več dovoljenj za dostop 
do tajnih podatkov Zveze NATO kot EU. Porast izdaje dovoljenj je zaznati predvsem v letu 
2009, ko so za Zvezo NATO izdali nekaj manj kot 1400 dovoljenj, za EU pa nekaj manj kot 
1000, kar je prikazano na sliki 17. Razlog za izstopajoče povečanje števila izdanih 
dovoljenj je v časovni omejitvi njihove veljavnosti. Dovoljenja iz leta 2004, ko smo vstopili 
v EU in Zvezo NATO, so po petih letih pretekla, zaznati pa je bilo tudi nekaj novih potreb. 
 
Ker na UVTP spremljajo izdajo dovoljenj na letnem nivoju, so mi lahko povedali, da so v 
letu 2012 izdali 2556 dovoljenj, v letu 2013 pa 2914. V letu 2014 je bilo izdanih 9509 
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dovoljenj, kar je v primerjavi s prejšnjimi leti skoraj štirikrat več, vendar gre za petletno 
periodo veljavnosti dovoljenj (leto 2009 + 5 let). V prvem polletju leta 2015 ne zaznavajo 
trendov sprememb, zato na letnem nivoju pričakujejo približno enak obseg izdaje 
dovoljenj, kot je bil leto poprej. 
 





Vir: UVTP (2012)  
 
 
6.4 PRIKAZ UREDITVE VARNOSTNEGA PREVERJANJA V IZBRANIH 
DRUGIH PRAVNIH SISTEMIH IN ORGANI ZA IZVAJANJE NALOG IZ 
PRISTOJNOSTI NACIONALNEGA VARNOSTNEGA PREVERJANJA V 
IZBRANIH DRUGIH DRŽAVAH ČLANICAH EVROPSKE UNIJE 
 
»V državah članicah EU in Zveze NATO najdemo toliko različnih načinov urejanja in 
organiziranja sistema varstva tajnih podatkov, kolikor je držav članic, vendar pa vsi ti 
načini temeljijo na enotnih izhodiščih. Izhodišče pri pripravi nacionalnih zakonodaj so jim 
bili standardi NATO, ki bistveno ne odstopajo od standardov EU. Varnostno preverjanje 
oseb mora po teh kriterijih obsegati: 
 pregled nacionalnih evidenc - preverijo se varnostni dosjeji, kazenska evidenca in 
druge vladne ali policijske evidence, v katerih so zabeležena dejanja, ki kažejo na 
nelojalnost in nezanesljivost preverjane osebe; 
 pregled matičnih knjig - preveri se datum in kraj rojstva preverjane osebe; 
 ugotavljanje državljanstva - ugotavljanje sedanjega in preteklih državljanstev; 
 ugotavljanje izobrazbe - obiskovanje šol, univerz in drugih izobraževalnih ustanov 
od osemnajstega leta dalje; 
 ugotavljanje zaposlitve - zdajšnja in pretekla zaposlitev s sklicevanjem na vire, kot 
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so evidence o zaposlitvi, poročila o opravljanju nalog in njihovi uspešnosti; 
 razgovore z osebami, ki lahko dajo nepristransko mnenje o preverjani osebi, njenih 
dejavnostih in osebnih lastnostih; 
 vojaški rok - preveri se služenje vojaškega roka preverjane osebe; 
 stike s tujci - če je možno, se ugotovi obseg in namen stikov preverjane osebe 
doma in v tujini z osebami iz t. i. "terorističnih" držav; 
 potovanja v tujino - iščejo se informacije o potovanjih v t. i. "teroristične" države; 
 ugotavljanje finančnega stanja - preverjajo se informacije o zadolženosti in 
finančnem ugledu preverjane osebe; 
 ugotavljanje članstva oziroma simpatiziranja z organizacijami, društvi, gibanji ali 
skupinami, ki delujejo subverzivno ali zagovarjajo in izvajajo politiko nasilnih 
dejanj, s katerimi se kratijo pravice drugih oseb, ali s katerimi se poskuša z 
neustavnimi sredstvi spremeniti obliko vladavine držav članic Zveze NATO.«         
(ZTP-A, nujni postopek 18. 9. 2003, EVA:2003-1711-0095) 
 
V posameznih državah članicah EU izvajajo naloge iz pristojnosti nacionalnega 
varnostnega organa naslednji organi: 
 
Tabela 8: Pristojni organi za izvajanje nalog iz Zakona o tajnih podatkih v izbranih 
državah članicah Evropske unije 
 
DRŽAVA PRISTOJNI ORGANI ZA IZVAJANJE NALOG IZ ZTP 
Avstrija Zvezno ministrstvo za zunanje zadeve  
Oddelek I.9. 
Belgija Ministrstvo za zunanje zadeve, mednarodno trgovino, 
sodelovanje in razvoj 
Finska Ministrstvo za zunanje zadeve 
Francija Generalni sekretariat za nacionalno obrambo 
Obrambna varnostna služba 
Italija Predsedstvo sveta ministrov (vlada) 
Centralni urad za varnost 
Nemčija Zvezno notranje ministrstvo 
Referat IS 4 (enota v Uradu za varstvo ustavne ureditve) 
Španija Funkcijo NSA (National Security Agency)izvajata ministra za 
zunanje zadeve in obrambo, operativno pa jo izvršuje 
obveščevalna služba Ministrstva za obrambo 




Sekretariat delegacije Parlamenta za varnostno politiko 
(varnostno preverjanje in določene druge strokovne funkcije 
izvaja Varnostna služba, t. i. MI 5) 
 
Vir: ECPRD (2013) 
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V nadaljevanju so predstavljene države, kot so Nemčija, Belgija in Češka, saj so po mojem 
osebnem prepričanju te države primerljive s Slovenijo glede varnostnega preverjanja. Na 
nekaterih segmentih pa bi se Slovenija lahko zgledovala po omenjenih državah in svojo 
zakonodajo tudi ustrezno spremenila oziroma prilagodila.  
 
6.4.1 VARNOSTNO PREVERJANJE – NEMČIJA 
 
»Nacionalni varnostni organ je Zvezno ministrstvo za notranje zadeve oziroma Urad za 
varstvo ustavne ureditve (BfV), ki je organ v njegovi sestavi. Za izdajo dovoljenja za 
dostop do tajnih podatkov je pristojen državni organ ali druga zvezna javna služba, ki želi 
neki osebi dodeliti pooblastilo za dostop do tajnih podatkov. Nemškim državljanom, ki 
delajo v NATO ali drugih mednarodnih organizacijah, izda dovoljenje za dostop do tajnih 
podatkov Zvezno ministrstvo za notranje zadeve, ki je v teh primerih NSA32. 
 
Po njihovem predhodnem pisnem soglasju se varnostno preverijo vse osebe, stare 
najmanj 16 let, ki bodo v okviru svojega dela dostopale do tajnih podatkov. Kadar se 
oseba preverja za pridobitev dovoljenja za dostop do tajnih podatkov stopnje TAJNO ali 
STROGO TAJNO, se preveri po njegovi predhodni pisni privolitvi tudi njen polnoletni 
zakonec ali zunajzakonski partner. O morebitnih izjemah odloča služba, pristojna za 
varnostno preverjanje. Zadržki, ki se ugotavljajo pri varnostnem preverjanju, so 
predvsem: 
a) dvom o varnosti in zanesljivosti osebe; 
b) poskusi navezovanja stikov ali poskusi novačenja tujih obveščevalnih služb, še 
zlasti, če obstajajo razlogi za morebitno izsiljevanje; 
c) dvomi o opredelitvi osebe za svobodno demokratično ustavno ureditev, temelječo 
na temeljnem zakonu oziroma dvom, ali se je oseba za to ureditev pripravljena 
nenehno zavzemati. 
 
Vsebina varnostnega preverjanja so navedbe v izjavi za varnostno preverjanje:  
 priimek in ime;  
 datum in kraj rojstva;  
 državljanstvo;  
 zakonski stan;  
 prebivališča in začasna bivanja, daljša od dveh mesecev, in sicer v Nemčiji zadnjih 
pet let, v tujini pa od 18. leta dalje;  
 poklic;  
 delodajalec;  
 število otrok;  
 osebe starejše od 18 let, ki živijo v istem gospodinjstvu;  
 starši, krušni starši, rejniki;  
 izobraževanje;  
 identifikacijski dokumenti;  
                                                 
32 NSA (National Security Agency) pomeni Nacionalna varnostna agencija. 
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 opravljene prisilne izvršbe v zadnjih petih letih;  
 stiki s tujimi obveščevalnimi službami in službami nekdanje DDR;  
 stiki s protiustavnimi organizacijami;  
 tekoči kazenski in disciplinski postopki;  
 stiki s prebivalci "terorističnih" držav oziroma potovanja v te države; 
 identifikacijski podatki dveh oseb, ki bodo potrdile identiteto preverjane osebe; 
 identifikacijski podatki treh oseb, pri katerih bo pristojna služba opravila varnostno 
poizvedovanje;  
 podatki o predhodnih varnostnih preverjanjih. 
 
Oseba lahko zavrne dajanje podatkov, zaradi katerih bi bila ona ali njen bližnji sorodnik 
kazensko preganjana. 
 
Glede na predviden dostop do tajnih podatkov se opravi: 
a) enostavno varnostno preverjanje - za pridobitev dovoljenja za dostop do tajnih 
podatkov stopnje ZAUPNO; 
b) razširjeno varnostno preverjanje - za pridobitev dovoljenja za dostop do tajnih 
podatkov stopnje TAJNO in 
c) razširjeno varnostno preverjanje z varnostnim poizvedovanjem - za pridobitev 
dovoljenja za dostop do tajnih podatkov stopnje STROGO TAJNO. 
 
Pri enostavnem varnostnem preverjanju pristojni državni organ varnostno oceni navedbe 
v vprašalniku za varnostno preverjanje ter pridobi informacije iz centralnega zveznega 
registra, od zveznega kriminalističnega urada, službe za zaščito meja in zvezne 
obveščevalne službe. 
 
Pri razširjenem varnostnem preverjanju pristojni državni organ poleg postopkov 
enostavnega preverjanja zbira informacije na policijskih postajah, na območju katerih je 
zadnjih pet let preverjana oseba bivala, ter dodatno preveri identiteto osebe. Pri 
razširjenem varnostnem preverjanju pristojni državni organ z varnostnim poizvedovanjem 
poleg postopkov razširjenega varnostnega preverjanja izpraša referenčne osebe, ki jih je v 
izjavi za varnostno preverjanje navedla oseba. 
 
Kadar je bila osebi zaradi negativnih ugotovitev varnostnega preverjanja zavrnjena izdaja 
dovoljenja za dostop do tajnih podatkov, se ji omogoči, da se pred zavrnitvijo osebno 
opredeli do ugotovitev varnostnega preverjanja. Na razgovor lahko pride z zagovornikom. 
Razgovor in seznanitev z ugotovitvami varnostnega preverjanja ne sme ogroziti virov 
varnostnega preverjanja. Enak postopek velja, kadar se varnostni zadržki ugotovijo pri 
zakoncu ali zunajzakonskem partnerju.« (Predlog zakona o spremembah in dopolnitvah 
zakona o tajnih podatkih (ZTP-A), nujni postopek 18. 9. 2003, EVA:2003-1711-0095) 
 
6.4.2 VARNOSTNO PREVERJANJE – BELGIJA 
 
»Oseba, ki naj bi dobila dovoljenje za dostop do tajnih podatkov, je obveščena o stopnji 
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dovoljenja za dostop do zaupnih podatkov, prav tako tudi o vrsti podatkov, ki se jih lahko 
med varnostnim preverjanjem pregleda ali preveri, o načinu varnostnega preverjanja in o 
veljavnosti dovoljenja za dostop do tajnih podatkov. Preden se začne varnostno 
preverjanje, ki je potrebno za izdajo dovoljenja za dostop do tajnih podatkov, mora oseba 
dati svoje soglasje. To soglasje velja prav tako za vsako kasnejše varnostno preverjanje, 
katerega namen je ugotoviti, ali so še vedno izpolnjeni vsi pogoji za pridobitev prvotne 
stopnje dovoljenja za dostop do tajnih podatkov. Vendar pa se zadevno osebo pred 
vsakim nadaljnjim preverjanjem o tem predhodno obvesti. Osebe, ki so dopolnile 18 let in 
živijo z osebo, ki potrebuje dovoljenje za dostop do tajnih podatkov, se prav tako obvesti, 
če jih je v okviru stopnje dovoljenja za dostop do tajnih podatkov treba individualno 
varnostno preveriti. 
 
Varnostno preverjanje opravi obveščevalno-varnostna služba. Obseg varnostnega 
preverjanja je odvisen od nivoja predlaganega dovoljenja za dostop do tajnih podatkov in 
ga za vsako stopnjo določi Ministrski odbor za obveščevalno in varnostno dejavnost. V 
okviru varnostnih preverjanj in izključno s tem namenom lahko pripadnik obveščevalno-
varnostne službe, začne poizvedbo in zbiranje vseh podatkov, ki jih poizvedba zahteva. 
 
V ta namen ima naslednje možnosti: 
1. brezplačen dostop, ne glede na višino pristojbin, do osrednjega kazenskega 
registra, ki ga vodi pravosodno ministrstvo, do občinskih kazenskih registrov in 
registrov stalnega prebivalstva in tujcev, do državnega registra, do registra tujcev 
s čakalnega seznama, prav tako pa tudi do podatkov policije, dostopnih 
funkcionarjem policije med opravljanjem identifikacijskih kontrol; 
2. ob predložitvi dokumenta, ki potrjuje pridobitev soglasja za izvrševanje te naloge 
oziroma v nekaterih primerih obveščenost zadevne osebe o poizvedbi, lahko 
zaprosi za vsako koristno informacijo, ki je na voljo splošni policiji; 
3. ob predložitvi dokumenta iz 2. točke lahko zahteva od javnih služb posredovanje 
vseh koristnih informacij, ki so na voljo tem službam in ki se nanašajo na identiteto 
ali plačilno sposobnost preverjane osebe. Te službe morajo brezplačno posredovati 
fotokopije, dele dokumentov ali kopije, ki ustrezajo tem dokumentom, listine, 
registre, knjige, zvočne zapise oz. računalniške diskete. 
 
Ko je preverjanje zaključeno, varnostna oblast v roku, ki ga določi kralj, sprejme 
utemeljeno odločitev o dodelitvi zaprošenega dovoljenja za dostop do tajnih podatkov, in 
sicer na podlagi poročila o varnostnem preverjanju, ki ga predloži obveščevalno-varnostna 
služba, ki je opravila varnostno preverjanje. Varnostna oblast lahko odvzame dovoljenje 
za dostop do tajnih podatkov na podlagi informacij, ki ji jih predloži obveščevalno-
varnostna služba, oziroma če je preverjana oseba umaknila soglasje za varnostno 
preverjanje. 
 
Uradno obvestilo o zavrnitvi dodelitve oziroma odvzemu dovoljenja za dostop do tajnih 
podatkov navaja razloge, ki utemeljujejo to odločitev, razen vseh tistih informacij, katerih 
posredovanje bi lahko škodovalo obrambi nedotakljivosti državnega ozemlja, načrtom 
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vojaške obrambe, izpolnjevanju nalog oboroženih sil, notranji državni varnosti, vključno s 
področjem jedrske energije, ohranjanju demokratične in ustavne ureditve, zunanji državni 
varnosti in mednarodnim odnosom, znanstvenemu in gospodarskemu potencialu države 
ali kateremu koli drugemu temeljnemu državnemu interesu, varnosti belgijskih državljanov 
v tujini, delovanju državnih organov odločanja, zaščiti izvorov oziroma zaščiti zasebnosti 
tretjih.« (Predlog zakona o spremembah in dopolnitvah zakona o tajnih podatkih (ZTP-A), 
nujni postopek 18. 9. 2003, EVA:2003-1711-0095) 
 
6.4.3 VARNOSTNO PREVERJANJE – ČEŠKA 
 
»Pri vladi se kot osrednji državni organ, pristojen za zaščito tajnih informacij, ustanovi 
nacionalni varnostni urad – NBU. Direktorja urada, ki je neposredno odgovoren 
predsedniku vlade, imenuje vlada, in sicer po posvetu s parlamentarnim odborom, 
pristojnim za varnostne zadeve. Naloge urada so: 
a) zagotavljanje enotne zaščite tajnih informacij v Češki republiki; 
b) izvajanje nadzora in predpisovanje metod varovanja tajnih informacij; 
c) vodenje osrednjega arhiva tajnih informacij, pridobljenih v okviru mednarodnih 
odnosov; 
d) opravljanje nalog, ki izhajajo iz mednarodnih sporazumov o zaščiti tajnih informacij 
in so za Češko republiko zavezujoči; 
e) kriptografske raziskave in razvoj ter kriptografske analitične storitve; 
f) raziskave, razvoj in proizvodnja naprav za zaščito zaupnih informacij; 
g) zagotavljanje atestiranja informacijskih sistemov, namenjenih za obdelavo tajnih 
informacij; 
h) varnostno preverjanje fizične osebe, predlagane za dovoljenje za dostop do tajnih 
informacij, do obsega, predvidenega po tem zakonu; 
i) varnostno preverjanje organizacije do obsega, določenega s tem zakonom; 
j) izdajanje dovoljenj za dostop do tajnih informacij, po ugotovitvi, da kandidat 
ustreza zahtevam, predvidenim s tem zakonom; 
k) izdajanje potrdil, da neka organizacija ustreza zahtevam obravnavanja tajnih 
informacij, predvidenih s tem zakonom; 
l) izdajanje potrdil, ki tuji državi ali mednarodni organizaciji potrjujejo, da je bilo 
kandidatu izdano dovoljenje za dostop do tajnih podatkov, ali potrdila organizaciji, 
da ustreza zahtevam obravnavanja tajnih informacij; 
m) vodenje registra zlorab tajnih informacij, seznamov, varnostnih pooblaščencev in 
seznamov varnostnih direktorjev; 
n) izdajanje varnostnih standardov in  
o) izdaja dovoljenja za posredovanje tajnih informacij v okviru mednarodnega 
sodelovanja.«(Predlog zakona o spremembah in dopolnitvah zakona o tajnih 
podatkih (ZTP-A), nujni postopek 18. 9. 2003, EVA:2003-1711-0095)  
 
Češka pozna štiri stopnje varnostnega preverjanja (lahko bi rekli kot Slovenija), samo da 
se nekatere stopnje glede na stopnje pri nas močno razlikujejo: 










 II. stopnja na sliki 19 prikazuje pregled in ovrednotenje vprašalnika in priloženih 
potrdil + preverjanje identitete + vpogled v evidence policije, obveščevalnih služb, 
pravosodja in vojske; 
 






 III. stopnja na sliki 20 zajema postopke iz II. stopnje + preveritev vseh oseb, 
starejših od 18 let, ki s preverjeno osebo živijo v skupnem gospodinjstvu, po 
evidencah, navedenih v II. stopnji + terenske poizvedbe obveščevalnih in 
varnostnih služb o kandidatu in osebah, s katerimi živi v skupnem gospodinjstvu; 
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 IV. stopnja na sliki 21 zajema postopke iz III. stopnje + dodatne poizvedbe 
obveščevalnih in varnostnih služb glede oseb, v krogu katerih se preverjana oseba 
giblje. 
 






Varnostni vprašalnik je razdeljen na glavni in dodatni del. Glavni del izpolnijo vsi kandidati, 
dodatnega pa samo kandidati, ki bodo preverjeni po II., III. in IV. stopnji. Poudarimo 
lahko, da so v vseh državah v varnostno preverjanje vključeni zakonci ali partnerji 




Glede ugotavljanja tveganja pri zaposlovanju v varnostno-obveščevalnih službah (oseb z 
ekstremističnimi stališči ali oseb, ki sodelujejo v takšnih skupinah) bi se Slovenija pri 
varnostnem preverjanju IV. stopnje lahko zgledovala po Češki. Pri tej stopnji gre namreč 
za preverjanje drugih oseb, v krogu katerih se preverjana oseba giblje. S takšnim 
preverjanjem bi se tveganje pri zaposlovanju oseb z radikalnimi ideološkimi prepričanji 
morebiti lahko zmanjšalo, seveda pa bi moralo biti preverjanje daljše od treh mesecev, 
kot je to trenutno urejeno pri nas, saj je v tujini praksa, da takšno preverjanje traja tudi 
do enega leta. Na policiji so mi pojasnili, da se je včasih varnostno preverjanje med 
policisti opravilo tudi na terenu, v kraju policistovega bivanja, to pomeni, da so opravljali 
razgovore s sokrajani. Kasneje so to prakso zaradi umika policistov s terena in 
premestitve v druge kraje opustili. Včasih so se namreč v takih primerih pojavljale 
anomalije, ker je oseba, ki naj bi policista poznala, pričala narobe, lahko je osebo 
zamenjala, ni bil podan pravilen priimek (če je imela oseba dva priimka) itd. V varnostno-
obveščevalnih službah naj bi se preverjanja na terenu še vedno izvajala.  
 
68 
7 SODELOVANJE V EKSTREMISTIČNIH SKUPINAH KOT 
OVIRA ZA ZAPOSLITEV V JAVNI UPRAVI  
 
Za mnenja glede sodelovanja v ekstremističnih skupinah kot oviri za zaposlitev v javni 
upravi ter zlasti v nacionalnem varnostnem sistemu sem povprašala strokovnjake s tega 
področja in opravila z njimi intervjuje. Njihovo mnenje, razmišljanje in znanje je zelo 
pomembno za utemeljevanje zastavljenih hipotez.  
 
Pomembno je, da imamo v prvem delu magistrskega dela raziskavo, ki temelji na delu 
organov v javni upravi, na opozorilih, s kakšnimi težavami se glede na trenutno veljavno 
zakonodajo srečujejo, in na predlogih za morebitne popravke le-te. Vendar je cilj naloge 
širši. Mnenja strokovnjakov in praksa naj pokažejo skupne točke, morebitna razhajanja, 
pomanjkljivosti in predloge za boljše in učinkovitejše, predvsem pa "varnejše" 
zaposlovanje v javni upravi, najbolj pa v represivnih organih in varnostno-obveščevalnih 
službah, na podlagi katerih bi bilo smotrno javno spregovoriti in ukrepati. Skupno stališče 
vseh organov je pokazalo nujnost spremembe področne zakonodaje, saj trenutno veljavna 
zakonodaja ne ustreza več minimalnim standardom, postavljenim ob njenem sprejetju. 
Težavo pa vidijo v politiki, ki ne premore politične volje za spremembe.  
 
7.1 INTERVJUJI  
 
Intervjuji so bili opravljeni z naslednjimi strokovnjaki:  
 z dr. Iztokom Prezljem s Fakultete za družbene vede v Ljubljani, visokošolskim 
učiteljem s katedre za obramboslovje; 
 z dr. Gregorjem Virantom s Fakultete za upravo v Ljubljani, docentom s katedre za 
upravno-pravno področje; 
 z Andrejem Rupnikom, pomočnikom direktorja Inštituta za demokratični nadzor 
nad oboroženimi silami Ljubljana. 
 
Intervju z Prezljem33 je bil opravljen v Ljubljani na Fakulteti za družbene vede 13. 5. 2015, 
z Virantom34 v Ljubljani na Fakulteti za upravo, kasneje pa dopolnjen v komunikaciji po 
                                                 
33 Izr. prof. dr. Iztok Prezelj, visokošolski učitelj, katedra za obramboslovje, obrambno raziskovalni 
center. »Raziskovalni interesi: Nacionalna varnost, krizno upravljanje, terorizem & protiteroristično 
delovanje, ocenjevanje groženj in tveganj, medresorsko sodelovanje, Zahodni Balkan.« (spletna 
stran FDV) 
34 »Dr. Gregor Virant je bil rojen 4. 12. 1969 v Ljubljani. Po diplomi na Pravni fakulteti Univerze v 
Ljubljani (1993) se je zaposlil na Fakulteti za upravo kot asistent. Leta 1995 je na Pravni fakulteti 
zaključil magistrski študij, leta 1998 pa je doktoriral s področja pravnih znanosti (naslov disertacije: 
Razlastitev in omejitev lastninske pravice v javno korist). Od leta 1995 do 1999 je delal tudi kot 
svetovalec Ustavnega sodišča za področje referenduma, volitev in javne uprave. Od junija leta 
2000 do avgusta 2004 je opravljal funkcijo državnega sekretarja na Ministrstvu za notranje zadeve. 
Leta 2004 je postal minister za javno upravo. Ministrstvo je uspešno vodil do konca svojega 
mandata leta 2008. V času njegovega ministrovanja je uspešno začel s temeljito reformo javnih 
služb v Sloveniji, ki je vključevala modernizacijo in racionalizacijo storitev ter oblikovanje novega 
plačnega sistema javnih uslužbencev. V decembru 2008 je bil izvoljen za predsednika Zbora za 
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elektronski pošti 13. 7. 2015. Navezuje se na funkcijo, ki jo je opravljal poklicno, in sicer 
kot minister za notranje zadeve in javno upravo. Intervju z Rupnikom35 je bil opravljen v 
Ljubljani na Inštitutu za demokratični nadzor nad oboroženimi silami (v nadaljevanju 
DCAF) 26. 5. 2015 in se navezuje na funkcijo, ki jo je opravljal poklicno, in sicer kor 
direktor SOVE v mandatu 2007–2010. 
 
Odločila sem se, da vsem intervjuvancem zastavim šest enakih vprašanj, tesno povezanih 
z zastavljenimi hipotezami, nato pa sem posameznim intervjuvancem zastavila še nekaj 
dodatnih vprašanj. Predvsem me je zanimalo, kako so se na funkcijah, ki so jih opravljali, 
(ne)soočali z ekstremizmom in njegovimi pojavi.  
 
Zapisala in naslovila bom vsako vprašanje posebej. Iz odgovorov intervjuvancev bom 
skušala ugotoviti njihova morebitna skupna stičišča, predvsem pa (ne)potrditev hipotez 
raziskave in tako izpeljati zastavljene cilje naloge. Povzela bom njihove odgovore in jih 
primerjala z opravljenimi razgovori pri pooblaščenih osebah na posameznih organih (OVS-
MORS, MNZ, MJU). Intervjuji so priloge magistrskega dela. Ker so intervjuvanci 
strokovnjaki na svojem področju in so se pri svojem delu (ali se še vedno) srečevali z 
obravnavano tematiko, njihovi odgovori lahko kljub različnim pogledom prispevajo k 
reševanju problema ekstremizma pri nas. 
 
7.1.1 IZVEDBA ZAKONODAJNIH POSTOPKOV V BOJU ZOPER VSE VRSTE 
EKSTREMIZMA V REPUBLIKI SLOVENIJI  
 
V prvem, teoretičnem delu magistrskega dela sem ugotovila, da RS ni izpeljala vseh 
zakonodajnih postopkov za uspešen boj zoper vse vrste ekstremizma. Odgovore na prvo 
vprašanje, ki sledi v nadaljevanju, sem razčlenila in dodala svoje razmišljanje. Razčlenitev 
odgovorov na vsa vprašanja je predstavljena v nadaljevanju naloge, sledi ji povzetek vseh 
zastavljenih vprašanj intervjuvancem.  
 
Ali menite, da je Republika Slovenija izpeljala vse zakonodajne postopke za uspešen boj 
zoper vse vrste ekstremizma? 
 
Da 1  33.3% 
Ne 2  66.7% 
Pogojno 0  0% 
Drugo 0  0% 
                                                                                                                                                    
republiko. Od marca 2010 je zopet zaposlen na Fakulteti za upravo kot docent za področje 
upravnega prava in prava javne uprave.« (spletna stran FU) 
35»Andrej Rupnik je svojo kariero začel kot policist na Vrhniki, po študiju pa se je v začetku 
devetdesetih v takratni upravi za zatiranje kriminalitete lotil projekta informatizacije kriminalistične 
službe. Med delom je diplomiral na pravni fakulteti in študiral na akademiji ameriškega zveznega 
preiskovalnega urada FBI. Je strokovnjak za kibernetski kriminal (na primer spletni kriminal) ter za 
kriminalistično analitiko. Od leta 1999 je bil član ožjega vodstva policije, kjer je vodil reorganizacijo 
policije, leto pozneje pa je kot državni podsekretar prevzel skrb za mednarodne odnose.«(Kopušar, 
2007). Direktor SOVE 2007-2010, trenutno pomočnik direktorja DCAF Ljubljana. 
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Prvo vprašanje se nanaša predvsem na hipotezo 2, zato me je zanimalo mnenje stroke 
glede zakonodajnih postopkov za uspešen boj zoper vse vrste ekstremizma. Sama sem do 
tega vprašanja zelo kritična, zato sem v poglavju 3.1.6 ugotovila, da hipoteze (H2: 
Republika Slovenija je izpeljala vse zakonodajne postopke za uspešen boj zoper vse vrste 
ekstremizma) ni bilo mogoče v celoti preveriti, ugotovitve raziskave pa so lahko dobro 
izhodišče za nadaljnje raziskovanje. Zakaj? Če država nečesa ne prizna, kako naj se proti 
temu ustrezno bori? Če zakonodaja ureja boj zoper širjenje nestrpnosti in sovražnega 
govora, še ne pomeni, da ureja boj zoper ekstremizem. Dokler ne bomo začeli javno 
razpravljati, kaj ekstremizem je, ga vpeljevati v naš pravni red in dodeljevati širše pravice 
našim organom (policiji, SOVI, OVS), da bodo lahko delovali preventivno, toliko časa se ne 
bomo mogli dovolj učinkovito boriti zoper vse vrste ekstremizma. To hipotezo v intervjujih 
potrjujejo tudi moji sogovorniki, saj opozarjajo, da je treba najprej problem opredeliti, ga 
razčleniti in šele nato bo mogoč učinkovit boj zoper vse vrste ekstremizma.  
 
Moji sogovorniki se o tem, da Republika Slovenija ni izpeljala vseh zakonodajnih 
postopkov za uspešen boj zoper vse vrste ekstremizmov, načeloma strinjajo, saj sta dva 
od treh odgovorila pritrdilno, vsi opozarjajo na posamezne pomanjkljivosti. Prvo opozorilo 
se nanaša na spremembo zakonodaje, predvsem 279. člena Kazenskega zakonika, saj je 
po mnenju strokovnjaka »sedanja določba preozka in ne omogoča pregona javnega 
izražanja ekstremizma oziroma nestrpnosti.« (Gregor Virant, intervju, 13. 7. 2015) Drugo 
opozorilo se nanaša na varnost, kajti zavedati se moramo, da nismo varnostno 
neobčutljiva država, »politika pa se ne zaveda in ne čuti odgovorne pri tej problematiki« 
(Iztok Prezelj, intervju, 13. 5. 2015), kar je bilo ugotovljeno že v teoretičnem delu 
raziskave. Tretje opozorilo pa se nanaša predvsem na to, da imamo zakonodajo na tem 
področju zadovoljivo, samo ne znamo je v praksi ustrezno uporabiti. Bistveno opozorilo 
strokovnjaka je, da bi bilo treba "ekstremizem" opredeliti, in sicer sociološko (politološko) 
in se osrediniti predvsem na nasilni nevarni ekstremizem, na to pa v raziskavi opozarjam 
tudi sama. V poglavju 2.1.1 sem zapisala, da v našem pravnem redu ne poznamo in 
nimamo ustrezne definicije ekstremizma in si vsak organ pojem razlaga po svoje, to pa 
predstavlja težave na več ravneh, med drugim tudi pri zaposlovanju v javni upravi. 
 
7.1.2 PREVENTIVA PRED EKSTREMIZMOM Z VIDIKA ČLOVEKOVIH PRAVIC 
 
Kadar nekje nastane težava, se vprašamo, kje smo pri preventive storili napako. Lahko 
zagotovim, da preventive pred nasilnim ekstremizmom pri nas ne poznamo. Problematiko 
tega pojava sem opisala že na začetku magistrskega dela, zato je vprašanje, ki sem ga 
naslovila na strokovnjake, za magistrsko delo zelo pomembno.  
 
Ali menite, da je preventiva pred ekstremizmom z vidika človekovih pravic najboljša 
rešitev za njegovo preprečevanje, politika pa mora javno spregovoriti o prisotnosti 





Da 0  0% 
Ne 1  33.3% 
Pogojno 1  33.3% 
Drugo 1  33.3% 
 
Drugo vprašanje se nanaša na zastavljeno hipotezo 1 (H1: Preventiva pred ekstremizmom 
je z vidika človekovih pravic najboljša rešitev za njegovo preprečevanje, politika pa mora 
javno spregovoriti o prisotnosti skrajnih skupin in gibanj v Republiki Sloveniji), ki pa jo 
lahko v celoti potrdimo. V raziskavi sem ugotovila, da bi bila preventiva najboljša rešitev 
za preprečevanje ekstremizma, če bi bili predhodno izpolnjeni pogoji iz H2, H3 in H4. 
Seveda samo preventiva kot preprečevanje ekstremizma ne zadošča, zato bi bilo smiselno 
vzporedno delovati tudi na kurativi, na kar je opozoril eden od sogovornikov. Le z 
ustreznim razmerjem med kurativo in preventivo je lahko preprečevanje uspešno. 
 
Torej od vprašanih se nihče ni strinjal, da je preventiva kot celota najboljša rešitev, 
temveč so svoje odgovore zelo natančno definirali, kar pa bi bilo smiselno upoštevati pri 
spremembi zakonodaje, zato jih bom v nadaljevanju citirala. 
»Žal se je doslej izkazalo, da je politična razprava o teh vprašanjih tendenciozna in 
pristranska, zato menim, da bi morala politika predvsem zagotoviti ustrezen zakonodajni 
okvir (glej prej) in omogočiti stroki (policiji, tožilstvu, SOVI), da opravijo svoje delo.« 
(Gregor Virant, intervju, 13. 7. 2015) 
 
»Preventiva je interdisciplinarna zadeva in je trend na področju ekstremizma. Preventiva 
je paradoksalna in brez povezave s kurativo ni najboljša rešitev, kajti na radikalizem je 
potrebno gledati širše in ga razumeti. Paradoksalno gledanje utemeljujem z definicijo, da 
je nasilni ekstremizem odraz konfliktov + frustracij v družbi + interesov. Paradoks 
preventive je v tem, da bodo konflikti v človeški družbi vedno obstajali in vedno jih bo 
nekdo skušal reševati na manj prijazen (morda celo nelegalen) način. Preventiva torej 
nikoli ne more biti 100% uspešna. Na preventivi bi ob hkratni vidni učinkovitosti kurativnih 
ukrepov morali delati v razmerju 80% : 20% (preventiva : kurativa).« (Iztok Prezelj, 
intervju, 13. 5. 2015) 
 
»Preventiva je zagotovo ena od primarnih in nujnih sestavin vsakršnega preprečevanja, 
obvladovanja in odpravljanja ekstremizmov. Spekter preventivnih ukrepov zajema družbo 
kot celoto, vse družbene sile, tako državne (državni organi, organi državne uprave, 
lokalne skupnosti) kot civilno-družbene pa morajo pri tem vzpostaviti sistem 
horizontalnega povezovanja in sodelovanja (glejte primer EU, tako imenovano omrežje 
RAN (Risk Awareness Network). Ker je naloga politike, ko slednja na demokratičen način 
postane del državne oblasti (nepomembno je, ali je na poziciji ali v opoziciji), vodenje 
države, upoštevajoč njene družbene vrednote (ne nazadnje opredeljene v ustavi), mora 
tudi zelo jasno opredeliti, katera aktualna ravnanja so z vidika človekovih pravic in 
svoboščin skrajna in zato najširše družbeno nesprejemljiva. Uveljavljanje človekovih pravic 
in svoboščin pa ni absolutno, omejeno je s pravicami in svoboščinami drugih. Stvar 
politike je, da pravočasno prepoznava grožnje ekstremizmov in oceni stopnjo tveganja, ki 
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ga predstavljajo družbi kot celoti. Proces je seveda vse prej kot enostaven, še posebej, če 
v družbi vlada razklanost glede vrednostnega sistema (kar je za del družbe ekstremizem, 
je za drugi del družbe sprejemljivo in obratno). Tudi v procesu definiranja določenih 
družbenih pojavov in ravnanj kot ekstremnih, je potrebno sodelovanje čim širše družbe.« 
(Andrej Rupnik, intervju, 26. 5. 2015)  
 
Slednjemu strokovnjaku sem zastavila tudi dodatno vprašanje: 
 
Ali menite, da bi bila preventiva najboljša rešitev (širša pooblastila SOVI in policiji)? Kako 
bi to lahko vplivalo na človekove pravice (večja varnost  manj človekovih pravic, ob 
dejstvu, da je varnost vsem zagotovljena z Ustavo)? 
 
Sogovornik v intervjuju opozarja, da je: »Za obvladovanje ekstremizmov na ozemlju RS je 
nujno potrebna redefinicija "interne (notranje) varnosti". Med Sovo in policijo zeva 
ogromna varnostna vrzel, s katero se ne ukvarja nihče. Zakaj? Zakon Sovi omejuje 
aktivno delovanje na tujino in na pojave v zvezi s tujino (home-growth pojavi torej 
odpadejo – govorimo o aktivnem ravnanju, ne o analizi odprtih virov), policija pa ne more 
biti proaktivna, saj zanjo veljajo standardi kazenskega postopka za uporabo posebnih 
operativnih metod in sredstev preiskovanja (uporabi jih lahko šele, ko obstajajo 
utemeljeni razlogi za sum, da je bilo kaznivo dejanje storjeno, da je v teku ali da bo 
storjeno). Taka pooblastila so z vidika pravočasnega zaznavanja praviloma latentnih 
varnostnih groženj na domačem ozemlju in z vidika ocenjevanja, predvsem pa 
obvladovanja tveganj, nezadostna. Potreben je celovit razmislek o redefiniciji nekaterih 
sestavin sistema nacionalne varnosti. Seveda pa utegne biti slednje politično občutljivo 
vprašanje – pojavili bi se očitki o želji po restavriranju sistema "službe državne varnosti". 
Ti očitki seveda niso povezani z realnostjo varnostnega prostora. Vpogled v klasično 
organizacijo nacionalnih varnostnih sistemov v naši soseščini, v EU in v svetu pokaže, da 
sodobne države varnostne grožnje, ki jim pretijo, obvladujejo z vojsko, zunanjimi 
obveščevalno-varnostnimi službami, z notranjimi obveščevalno-varnostnimi službami in s 
policijo. Če je država majhna, je racionalno, da nekatere obveščevalno-varnostne funkcije 
v tujini in doma združi (primer: nizozemska AIVD) v eno organizacijsko strukturo.« 
(Andrej Rupnik, intervju, 26. 5. 2015)  
 
Odgovor intervjuvanca na dodatno zastavljeno vprašanje pa je tudi grafično ponazorjen 
na sliki 22, kjer lahko vidimo razliko med obveščevalnimi in policijskimi aktivnostmi v času, 
kar nam prikazuje kritični dogodek, ki je označen z X na časovni premici, kjer se delo 
varnostno-obveščevalne službe in policije združi. Ko govorimo o preventivnem delovanju 
posameznih služb, sta pomembna čas pred kritičnim dogodkom (preteklost), torej delom, 
ki ga mora opraviti varnostno-obveščevalna služba, in čas po kritičnem dogodku 
(prihodnost), ki ga opravi policija. Stičišče dela obeh služb predstavlja kritični dogodek, od 
katerega je odvisna uspešnost misije obeh služb. 
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Vir: Rupnik (2015) 
 
7.1.3 ODZIV REPUBLIKE SLOVENIJE NA PREPREČEVANJE EKSTREMIZMA IN 
DELOVANJE EKSTREMISTIČNIH SKUPIN PREK ZAKONODAJE  
 
Glede na to, da so mi sogovorniki iz različnih organov zagotovili in poudarili, da je 
zakonodaja na tem področju zelo šibka in da so nujno potrebne spremembe, se vprašanju 
nisem mogla ogniti, zato sem ga postavila tudi stroki. Odgovori intervjuvancev dodatno 
podkrepijo argumentacijo sogovornikov s policije, iz vojske – OVS in z ministrstva za javno 
upravo, prav tako pa tudi ugotovitve iz prvega dela magistrskega dela, da se 
preprečevanja ekstremizma in delovanja ekstremističnih skupin v zakonodaji ne lotevamo. 
V nadaljevanju sledijo povzetki odgovorov intervjuvancev na tretje vprašanje. 
 
Ali se po vašem mnenju Republika Slovenija na problematiko zakonodaje učinkovito 
odziva, politika in različne pristojne institucije (varnostno-obveščevalne službe) pa 
uspešno delujejo v smeri preprečevanja ekstremizma in delovanja ekstremističnih skupin? 
 
 
Da 1  33.3% 
Ne 2  66.7% 
Pogojno 0  0% 
Drugo 0  0% 
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Pri tretjem vprašanju gre za hipotezo 3 (H3: Republika Slovenija se na problematiko 
učinkovito odziva z ustrezno zakonodajo, politika in različne pristojne institucije 
(varnostno-obveščevalne službe) uspešno delujejo v smeri preprečevanja ekstremizma in 
delovanja ekstremističnih skupin), ki jo lahko v prvem delu v celoti zavrnemo, saj se RS z 
zakonodajo na preprečevanje ekstremizma še ni ustrezno odzvala, pri čemer se opiram na 
navedbe iz H2. Glede drugega dela te hipoteze pa lahko trdimo, da je ni bilo mogoče v 
celoti preveriti. Po navedbi Iztoka Prezlja težko govorimo o uspešnem delovanju 
varnostno-obveščevalnih služb, ker le-te delujejo v tajnosti. To pomeni za javnost 
"nevedenje", natančneje povedano, javnost ni seznanjena z dobrimi ali slabimi praksami 
varnostnih služb, zato ne vemo, kako dejansko delujejo in ali so pri svojem delu 
(ne)uspešne. 
 
Intervjuvanci moje argumente v prvem delu hipotezo potrjujejo, ker opozarjajo na 
spremembo zakonodaje, predvsem pa na nujnost njene implementacije. »Drugačna pa je 
slika obveščevalnega in varnostnega sistema države. Funkcija obveščevalnega aparata 
države je, da pravočasno odkriva varnostne grožnje, povezane z ekstremizmi, ter da 
ocenjuje stopnjo tveganja, ki mu je družba izpostavljena. V tem delu je slovenski 
obveščevalno-varnostni aparat po moji oceni dokaj uspešen, ko gre za grožnje tujega 
izvora ali grožnje, povezane z neavtohtonimi gibanji ali ravnanji na ozemlju Slovenije. 
Obstaja pa latenten problem tako imenovanega domačega (home-growth) ekstremizma, s 
katerim se zaradi pravne neurejenosti ne ukvarja praktično nihče. Slovenska 
obveščevalno-varnostna agencija se po zakonu ukvarja zgolj z grožnjami iz tujine ali v 
povezavi s tujino, Obveščevalno-varnostna služba Ministrstva za obrambo je omejena na 
delovanje znotraj lastnih struktur (doma in v tujini), policija (kot največja varnostna 
služba) pa se glede na svoja zakonska pooblastila ukvarja pretežno s kurativnimi 
funkcijami (preiskovanje kriminalitete). V Sloveniji enostavno nimamo notranje 
obveščevalno-varnostne službe, ki bi se ukvarjala z domačimi grožnjami nacionalni 
varnosti (pri tem nas naziv Sove ne sme zavesti, treba si je ogledati, kaj ta agencija sploh 
sme početi glede na zakonske norme). Politični, ideološki in verski ekstremizmi so, čeprav 
zaznavni, v svoji eksekutivni funkciji vendarle prikriti in jih z običajnimi metodami 
obveščevalno-varnostnega in policijskega dela ni mogoče zanesljivo zaznavati in s tem 
opredeljevati konkretnih in jasnih groženj, še manj pa oceniti z njimi povezanih tveganj 
ter na podlagi pravočasnih in realnih (obveščevalnih) ocen načrtovati lastnih ukrepov.« 
(Andrej Rupnik, intervju, 26. 5. 2015)  
 
7.1.4 DELOVNOPRAVNA ZAKONODAJA IN ZAPOSLOVANJE PRIPADNIKOV IN 
SIMPATIZERJEV EKSTREMISTIČNIH SKUPIN V JAVNI UPRAVI 
 
Temeljni cilj naloge je bil ugotoviti, ali delovnopravna zakonodaja v javni upravi 
preprečuje zaposlovanje pripadnikov in simpatizerjev ekstremističnih skupin. Intervjuvanci 
so na vprašanje odgovorili različno. Ker sem v prvem delu opravila seznanitev s 
postopkom varnostnega preverjanja, sem ugotovila, da bi bile pri izpolnjevanju obrazcev 
za varnostno preverjanje nujno potrebne spremembe. Poleg sprememb 3. in 27. člena 
ZTP so zaradi zaznanih pomanjkljivosti potrebne spremembe tudi pri obrazcih za 
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varnostno preverjanje. Na vprašanje, ali so v SV kdaj zaznali, da bi bila oseba povezana z 
ekstremističnimi skupinami ali da soglaša z njihovimi ideološkimi pogledi, so pristojni na 
OVS povedali, da takšnega primera niso zaznali, saj glede na zakonodajo tega ni moč 
sankcionirati, z varnostnim preverjanjem pa tega ni moč zaznati. Dejstvo je, da se takšna 
oblika vedenja lahko prepozna samo glede na osnovi zbiranja vitalnih informacij iz 
človeških virov (angl. Human Intelligence), to pa je premalo, da bi lahko vse oblike 
ekstremnega vedenja zaznali že v zgodnji fazi in da bi lahko ukrepali na preventivni ravni. 
Torej so takšni primeri zgolj naključni, to pomeni, da se jih težko prepozna. 
 
Ali delovnopravna zakonodaja v javni upravi onemogoča zaposlovanje pripadnikov in 
simpatizerjev ekstremističnih skupin? Če je vaš odgovor na to vprašanje negativen, vas 
prosim za vaš osebni pogled in morebitno rešitev na tem področju. 
 
Da 1  33.3% 
Ne 2  66.7% 
Če je odgovor ne, prosim za pojasnilo 0  0% 
 
Četrto vprašanje se nanaša na hipotezo 4 (H4: Delovnopravna ureditev zaposlovanja v 
javni upravi onemogoča zaposlovanje pripadnikov in simpatizerjev ekstremističnih skupin), 
in je za nalogo z vidika njenega cilja zelo pomembno. Intervjuvanci menijo, da zakonodaja 
preprečuje zaposlitev osebe, ki je bila obsojena za naklepna kazniva dejanja in se 
preganja po uradni dolžnosti, in osebe, zoper katero je bila vložena pravnomočna 
obtožnica, vendar pa je v delu, povezanem z ekstremizmom, pomanjkljiva.  
 
V tem delu je smiselno upoštevati predlog, ki opozarja na jasno opredelitev pojmov in 
ponudi rešitev, ki bi bila z vidika varnostnega preverjanja oseb in posledično tudi 
omejevanja zaposlovanja oseb z ekstremističnimi vrednotami zelo koristna, zato predlog 
navajam: » … menim, da moramo razjasniti najprej oba pojma, in sicer pripadnik in 
simpatizer. Simpatizer pomeni neko osebno prepričanje posameznika z določenimi pogledi 
na ideologijo, prepričanje, mnenje itd. in predstavlja človekovo pravico do svobode govora 
in ni kaznivo dejanje. Je pa lahko in mora biti sporno pri varnostnem preverjanju in je 
varnostni indikator, ki ga je treba resno obravnavati. Pripadnik pa je hujša oblika, 
govorimo že o fizični aktivnosti pri posameznikovem delovanju. Torej za pripadnike in 
simpatizerje ekstremističnih skupin trenutna delovnopravna zakonodaja po mojem 
vedenju ne onemogoča zaposlovanja v javni upravi. Večinoma je omejitev zaposlovanja 
zgolj pravnomočna obsodba, torej se zahteva potrdilo o nekaznovanju.  
 
Morebitna rešitev bi lahko bila uradna črna lista terorističnih in ekstremističnih skupin, kjer 
pa ponovno naletimo na področje tajnega in javnega. Torej bi lahko bile javno objavljene 
teroristične in ekstremistične skupine, njihovi pripadniki z imeni in priimki pa bi imeli 
stopnjo tajnosti, kar pa bi nam pripomoglo pri varnostnem preverjanju in zaposlitvi oseb v 
javni upravi in širše.« (Iztok Prezelj, intervju, 13. 5. 2015) 
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7.1.5 VIDIKI ZAPOSLOVANJA V JAVNI UPRAVI NA PRIMERU NASILNEGA 
EKSTREMIZMA 
 
Peto in šesto vprašanje se nanašata na problemski vidik zaposlovanja v javni upravi, 
predvsem v varnostno-obveščevalnih organih, in jima je treba nameniti kar se da veliko 
pozornosti. V prvem delu magistrskega dela je odgovorna oseba na MJU jasno izrazila 
mnenje o zaposlovanju v javni upravi na primeru nasilnega ekstremizma. Oseba namreč 
meni, da članstvo v neki politični stranki, simpatiziranje z njo, gibanjem ali skupino v 
delovnem času ne sme vplivati na delo, posamezniki pa lahko v svojem prostem času 
svobodno razpolagajo s svojim časom. Gre namreč za določbo, ki govori o načelu politične 
nevtralnosti in nepristranskosti »Uradnik izvršuje javne naloge v javno korist, politično 
nevtralno in nepristransko.« (ZJU, 28. člen) 
 
Intervjuvancem je bilo postavljeno naslednje vprašanje:  
 
Ali bi bilo treba z vidika zaposlovanja v javni upravi nasilni ekstremizem prepovedati?  
 
Da 3  100% 
Ne 0  0% 
 
Raziskava v prvem delu potrjuje, da se teorija in praksa močno razhajata. Trenutna 
zakonodaja namreč v ničemer ne prepoveduje zaposlovanja z vidika ekstremizma, bodisi 
sodelovanja v ekstremističnih skupinah ali samo simpatiziranja z njimi. Veljavna 
zakonodaja prepoveduje samo članstvo v političnih strankah, in sicer v represivnih 
organih, pa čeprav članstvo v politični stranki samo po sebi ni ekstremno dejanje. V 
poglavju 5.2 je bilo v pogovoru z odgovorno osebo na MJU zaznati, da sta vprašljivi celo 
dikcija v 88. členu Zakona o obrambi in dikcija 72. člena Zakona o policiji, da pripadnik 
vojske in policije ne sme biti član politične stranke. Imeli so že primer, ko je na volitvah 
oseba kandidirala na listi politične stranke in ji je bila zaradi prepovedi članstva v politični 
stranki kršena volilna pravica, zapisana v 43. členu Ustave » … volilna pravica je splošna 
in enaka. Vsak državljan, ki je dopolnil 18 let, ima pravico voliti in biti voljen.«  
 
Pooblaščena oseba je mnenja, da, če bi bili kot družba bolj razviti, bi nam bilo 
samoumevno, da se mora vsak posameznik, ki dela v javnem interesu, zavedati svoje 
odgovornosti, torej nam ne bi bilo treba umeščati omenjenih omejitev v zakon. Po njenem 
mnenju in vedenju se zakonodaja v to smer ne spreminja niti ni nikakršnih novih 
predlogov, ki bi taka vprašanja zajemali. Podvprašanje za enega izmed intervjuvancev je 
bilo:  
 
Ali bi po vašem mnenju morali za omejitev pri zaposlovanju, zlasti v represivnih organih, 
upoštevati prepoved članstva v ekstremistični skupini in ne samo prepoved članstva v 
politični stranki, kot je sedaj v veljavni zakonodaji? Bi sprememba bila smiselna?  
 
»Ta izločitveni kriterij po mojem mnenju že obstaja – to so tako imenovani "varnostni 
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zadržki". Morda bi vseeno kazalo kategorije "varnostnih zadržkov" konkretneje opredeliti 
in mednje vključiti tudi omejitve glede simpatiziranja in članstva v ekstremističnih 
asociacijah.« (Andrej Rupnik, intervju, 26. 5. 2015)  
 
Intervjuvanec meni, da je ekstremizem v javni upravi nesprejemljiva oblika 
posameznikovega delovanja, vendar pa bi bilo treba izvesti študije, kako naš pravni red 
nadgraditi, da bi lahko takšna dejanja pravočasno prepoznali in ustrezno ukrepali. 
Predvsem pa je prvi pogoj, da opredelimo pojme ekstremizem, članstvo, simpatizer in 
pripadnik. Seveda brez jasnih pojmov težko prepovemo zaposlitev, omejimo oziroma 
odpovemo pogodbo o zaposlitvi, zato je treba biti pri teh vprašanjih zelo previden. 
 
7.1.6 ZAKONODAJNI VIDIK ODPUŠČANAJA ZAPOSLENIH V JAVNI UPRAVI, KI 
SO POVEZANI Z EKSTREMISTIČNIMI SKUPINAMI 
 
Iz pregleda naše zakonodaje izhaja, da zaposlenih, ki so povezani z ekstremističnimi 
skupinami, ni mogoče odpuščati. Dejstvo je, da se takšna oblika vedenja lahko prepozna 
samo glede na osnovi zbiranja vitalnih informacij iz človeških virov (angl. Human 
Intelligence), to pa je premalo, da bi lahko vse oblike ekstremnega vedenja zaznali že v 
zgodnji fazi in da bi lahko ukrepali na preventivni ravni. Torej so takšni primeri zgolj 
naključni in se jih težko prepozna.  
 
Ali naša zakonodaja omogoča, da se zaposlene v javni upravi, ki so povezani z 
ekstremističnimi skupinami, lahko odpusti ali jih zaposli oziroma ostajajo v sistemu, ker bi 
bile ob prepovedi/odpovedi kršene njihove človekove pravice? 
 
Da 2  66.7% 
Ne 1  33.3% 
Pogojno 0  0% 
Drugo 0  0% 
 
Po ugotovitvah v teoretičnem delu magistrskega dela in opravljenih razgovorih v organih 
javne uprave lahko trdimo, da je zakonodaja v tem smislu zelo pomanjkljiva in bi jo morali 
spremeniti. Takšnega mnenja so tudi intervjuvanci, ki predstavljajo predvsem strokovno 
mnenje. Večina se nagiba k odgovoru, da zakonodaja ne omogoča odpustiti zaposlenih, ki 
so povezani z ekstremističnimi skupinami, zato ostajajo v sistemu, saj bi bile ob 
prepovedi/odpovedi kršene njihove človekove pravice. Ugotovila sem, da pri varnostnem 
preverjanju nimamo ustreznih varnostnih ukrepov, ki bi takšne zaposlitve omejevali, 
predvsem se je izkazalo, da osebo, ki je enkrat že v sistemu, težko odkrijemo in jo 
posledično glede na veljavno zakonodajo težko odpustimo. Hkrati pa raziskava kaže na to, 
da tudi prekinitev delovnega razmerja ne bi bila prava rešitev, temveč bi za takšne osebe 
morali imeti program za pomoč, če je ugotovljeno, da oseba ni "varna" za sistem z vidika 
varovanja tajnih podatkov, potem verjetno tudi ni "varna" za širšo družbo, zato ni dobro, 
da bi bila kar prepuščena vplivu okolja. Na vprašanje, ali so v SV kdaj zaznali, da bi bila 
oseba povezana z ekstremističnimi skupinami ali da soglaša z njihovimi pogledi, je 
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pristojna oseba na OVS povedala, da takšnega primera niso zaznali, saj glede na 
zakonodajo tega ni mogoče sankcionirati, pri varnostnem preverjanju pa tega ni mogoče 
zaznati. Poudarili so, da je pred prvo zaposlitvijo v varnostno-obveščevalni službi, MORS 
ali SV veliko večja verjetnost, da bi osebo z morebitnimi ekstremističnimi in skrajno 
ideološkimi stališči med preverjanjem prepoznali in takoj zavrnili. Pojavi pa se vprašanje, 
ali ni to zakonsko sporno. Ko je takšna oseba že v sistemu, pa se je po trenutni veljavni 
delovnopravni zakonodaji ne da odpustiti in se jo ob preverjanju tudi zelo težko odkrije. 
Tudi pri MNZ so enako kot pri OVS-MORS povedali, da je verjetnost, da bi lahko ustavili 
zaposlitev osebe z radikalno ideologijo ali članstvom v kateri izmed ekstremističnih skupin, 
majhna oziroma ničelna, kar nakazuje, da bi bilo treba zakonodajo spremeniti. Poudariti 
velja, da je tveganje večje, ko je oseba že v sistemu, ker delovnopravna zakonodaja ne 
omogoča, da se osebo, ki bi kazala takšna prepričanja, odpusti.  
 
Stroka pri tem vprašanju ponovno opozarja na spremembo zakonodaje zaradi neustrezne 
opredelitve ekstremizma, opozarja tudi na neustrezno kritiko javnosti in dela stroke. 
Mogoče pa je odpuščanje na podlagi pravnomočne kazenske sodbe, vendar takšne prakse 
naš sistem nima.  
 
7.2 RAZČLENITEV INTERVJUJEV S STROKOVNJAKI 
 
Intervjuji s strokovnjaki temeljijo na strokovnih spoznanjih, njihovem delu in izkušnjah. 
Njihovo razmišljanje in mnenje o kompleksni in široki tematiki je oprto na delo, ki so ga 
opravljali v preteklosti, ko so bili na družbeno odgovornih funkcijah, ali raziskovalno delo, 
ki ga opravljajo kot visokošolski učitelji. Za intervjuje sem se odločila v drugem delu 
magistrskega dela, in sicer zato, da lahko potrdim ali zavrnem zastavljene hipoteze, saj 
sem odgovore strokovnjakov analizirala in povezala z že ugotovljenimi dejstvi iz prvega 
dela raziskave. 
 
Iz intervjujev izhaja: 
 da je sprememba zakonodaje o ekstremizmu in ekstremističnih skupinah nujno 
potrebna,  
 potrebna je natančna opredelitev pojmov "ekstremizem", "ekstremistična skupina", 
"član, simpatizer, pripadnik ekstremistične skupine",  
 potrebna je sprememba zakona o javnih uslužbencih v delu o zaposlovanju,  
 potrebna je sprememba ZTP, predvsem varnostnega preverjanja v delih, kot so 
prezadolžitev, pripadnik, član ekstremistične skupine,  
 v zakon o policiji bi bilo smiselno vključiti mehanizme za boljše in učinkovitejše 
delovanje policije na preventivni ravni in hkrati omogočiti lažji postopek 
varnostnega preverjanja,  
 potrebne so spremembe zakona o obrambi in zakona o Sovi.  
 
Navedeno potrjuje uvodne hipoteze.  
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Predlogi intervjuvancev za spremembe zakonodaje in izsledki raziskave so ključni pri 
zaposlovanju v javni upravi, ko gre za ekstremizem in ekstremistične skupine, zato bi jih 
bilo smiselno resno proučiti in o njih javno spregovoriti. Predlogi so temeljna podlaga za 







V Sloveniji se zaradi neenotnosti politike, stroke in nosilcev javnih funkcij, ki delujejo v 
varnostno-obveščevalnih službah, problematika ekstremizma ne rešuje zadostno in se ji v 
tem času, ko se srečujemo ne samo z gospodarsko in finančno krizo, temveč nas spremlja 
tudi migrantska kriza, ki je iz dneva v dan večja, ne posveča dovolj pozornosti, zato 
preprečevanje ekstremizma, njegovo odkrivanje in kaznovanje ni dovolj učinkovito. Prav 
najnovejše izkušnje, ko se posamezni pripadniki ekstremističnih in terorističnih skupin 
vključijo v begunske in migrantske skupine in se v njihovem zavetju nenadzorovano 
gibljejo iz države v državo, bi nas morale spodbuditi k ugotavljanju morebitnih slabosti pri 
zaznavanju in nadzorovanju delovanja ekstremističnih skupin ter k celovitim, sistemskim 
spremembam, vse z namenom doseči višjo raven razumevanja in preprečevanja 
ekstremizma ter spopadanja z njim, to pa bi zvišalo tudi raven varnosti za vse državljane. 
Nerazumevanje in spregledovanje oziroma podcenjevanje problemov, povezanih z 
delovanjem ekstremistov in ekstremističnih skupin, lahko poveča nezadovoljstvo 
državljank in državljanov, to pa lahko vpliva na nacionalno varnost, varnostno preverjanje 
in zaposlovanje v organih javne uprave. Seveda pa nas mednarodne migracije, ki so 
posledica vojn, terorizma in ekstremizma, opominjajo, da je treba za ohranjanje človeških 
življenj in človeškega dostojanstva, predvsem pa za odpravo vzrokov migrantske krize pri 
njenem izvoru, storiti vse.  
 
V Republiki Sloveniji se ekstremizem, predvsem pa spopadanje z njim, pojavlja na treh 
ravneh, in sicer na minimalistični, maksimalistični in optimalni način.  
 
O minimalističnem načinu lahko govorimo pri omejitvah zaposlovanja v javni upravi, ko 
gre za sodelovanje v ekstremističnih skupinah. Po opravljeni raziskavi o zakonodaji na tem 
področju, o težavah, s katerimi se srečujejo organi v praksi, in po pogovorih s strokovnjaki 
lahko ugotovimo: problematiki ekstremizma, ki je vse večji in pereč problem doma in v 
EU, ne posvečamo dovolj pozornosti. Politika se na te težave ne odziva. Pri tem pa je 
posebej treba poudariti, da je pojav ekstremizma pri nas tabu tema, torej se o tem ne 
govori, družba je za taka vprašanja imuna, varnost je samoumevna, družba pa se ne 
zaveda posledic, ki bi lahko bile ob morebitnem stopnjevanju nasilja zelo boleče. Zavedati 
se je treba, da so morebitni učinki delovanja ekstremističnih skupin v Sloveniji zaradi naše 
majhnosti večji. Nasilni ekstremizem lahko na tako majhnem območju z "malo truda" in 
dobro organiziranostjo povzroči veliko škode in veliko žrtev. Poleg tega je Slovenija zelo 
zanimiva zaradi svoje lege. Predvsem pa zaradi veljavne zakonodaje nismo pripravljeni na 
njegov izbruh. Posebej poudarjam, da zaradi zaprtosti naših varnostno-obveščevalnih 
služb niti ne vemo, kako dobro so obveščene, kako dobro spremljajo problematiko glede 
na finančni proračun in razpoložljiva sredstva, kajti vsaka vlada jemlje sredstva ravno na 
tem področju. Torej živimo v spirali nevedenja, zato lahko o trenutnem stanju govorimo 
kot minimalističnem. Ugotovila sem, da po vseh kriterijih trenutno zagotavljamo le 
minimalne standarde, ki so opredeljeni v zakonodaji. 
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O maksimalističnem načinu lahko govorimo na ravni preprečevanja in odpravljanja 
posledic, ker so razsežnosti radikalizma, ekstremizma in terorizma v svetu v naraščanju. V 
nekaterih državah znotraj EU v bistvu ljudje že živijo v maksimalističnem načinu. Torej če 
boljše in učinkovitejše zakonodaje ne bomo zagotovili, predvsem pa njenega doslednega 
izvajanja, nas lahko doleti infiltracija posameznikov z radikalnimi ideološkimi in 
ekstremističnimi pogledi najprej v politiko, nato v represivne organe, torej policijo in 
vojsko, prav tako pa v druge družbene podsisteme (šolstvo, sodstvo, zdravstvo). Ne 
želimo si, da so v policiji ljudje, ki so pripadniki ekstremističnih skupin, njihova moč pa se 
nato uveljavlja na političnem parketu. Torej v krizi, s katero se spopadamo že sedmo leto, 
smo priča tudi novi migrantski politiki in dejstvu, da se ekstremistične skupine krepijo in 
svojo nestrpnost uveljavljajo prav prek politike in političnih strank. Takšne skupine, ki 
širijo nestrpnost do različnosti po narodnosti, kulturi, veri, barvi kože, spolni usmerjenosti, 
političnem in svetovnem nazoru, nas lahko pahnejo čez rob, kar pomeni, da je izbruh 
nasilja neizbežen. Ko se v državi srečujemo z visoko brezposelnostjo, ko se revščina 
stopnjuje in niti ljudje z rednimi zaposlitvami ne morejo več preživeti, ko postaja kriza še 
večja, se nestrpnost še poglablja in širi. Če država ne more poskrbeti za svoje ljudi, ljudje 
niso strpni do soljudi, ki so drugačni in prav tako potrebujejo pomoč (migranti). Torej, če 
imamo na eni strani begunce in migrante, na drugi strani policijo z visokim deležem 
posameznikov, ki so pripadniki ekstremističnih skupin, ter na tretji strani politiko, ki takih 
težav ne vidi, si lahko samo predstavljamo morebitne posledice.  
 
Nekateri zgledi iz drugih evropskih držav kažejo, da za ekstremizem niso imuni niti drugi 
družbeni podsistemi (šolstvo, zdravstvo, sodstvo), zato razmislek o potrebnem 
usposabljanju za prepoznavanje in preprečevanje ekstremizma dobiva tudi pri nas vso 
podporo. Zlasti zaskrbljujoči so pojavi nestrpnosti in nasilja med mladimi, ker vpliva 
družbenih dogajanj in različnih pogledov in nazorov ni mogoče izključiti. Kljub posamičnim 
izbruhom sovražnosti, ki je odvzela kar nekaj življenj tudi pri nas, pa se moramo zavedati 
nujnosti spoštovanja človekovih pravic in dostojanstva in ne podlegati populizmu in v 
imenu varnosti pozabiti na človečnost. 
 
O optimalnem načinu obravnavanja ekstremizma v Republiki Sloveniji bomo lahko govorili 
takrat, ko se bodo država, lokalna skupnost in politika med seboj povezale in začele 
ekstremizem načrtno preprečevati in se z njim tudi odločno spopadati. Seveda pa bi bilo 
treba upoštevati mnenje stroke, »preventiva je interdisciplinarna zadeva in je trend na 
področju ekstremizma. Preventiva je paradoksalna in brez povezave s kurativo ni najboljša 
rešitev, kajti na radikalizem je potrebno gledati širše in ga razumeti. Paradoksalno 
gledanje utemeljujem z definicijo, da je nasilni ekstremizem odraz konfliktov + frustracij v 
družbi + interesov. Na preventivi bi ob hkratni vidni učinkovitosti morali delati v razmerju 
80% : 20%.« (Iztok Prezelj, intervju, 13. 5. 2015) To v praksi pomeni, da se v javnosti 
začnemo pogovarjati o problematiki, s katero se soočamo, da jo zakonsko definiramo, 
reguliramo in izvajamo. Pomembno je, da ne omejujemo svobode vesti in govora, 
moramo pa družbo ozaveščati o problematiki. Če se pripadnik neke radikalne skupine 
znajde zunaj zakona, ga krši in povzroči kaznivo dejanje, mora biti kaznovan. Le tako 
bomo imeli statistiko kršitev, lahko bomo govorili o obsegu ekstremizma pri nas in potem 
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varnosti ne bomo jemali kot samoumevne. 
 
Zakonodaja se mora spremeniti tudi pri varnostnem preverjanju, da se nam v sistem ne 
infiltrirajo posamezniki iz radikalnih in ekstremističnih skupin. Po razgovorih s pristojnimi 
in strokovnjaki lahko ugotovim, da bi vpeljali uradno črno listo terorističnih in 
ekstremističnih skupin, tako kot je to predlagal Prezelj. Takšna lista bi pripomogla k temu, 
da bi lahko jasno, javno opredelili in definirali teroristične in ekstremistične skupine, kar bi 
bilo v pomoč organom za varnostno preverjanje. Le tako bi lahko z gotovostjo trdili, da je 
naš sistem dober, zadovoljiv ter primerljiv. Smiselno bi bilo upoštevati tudi predlog 
pooblaščene osebe, s katero sem opravila razgovor na MJU, da se varnostno preverjanje 
centralizira in postopki poenotijo, saj se tudi pri tem dogajajo neželene in nedopustne 
anomalije, z navedeno spremembo pa bi se bistveno zmanjšalo "nevarno", povečalo pa 
»varno« zaposlovanje v javni upravi.  
 
Na ekstremizem nikakor ne smemo gledati enostransko in se osrediniti samo na en tip 
ekstremizma, na primer islamski fundamentalizem. Naloga politike, predvsem pa 
zakonodajalca, mora biti priprava zakonodaje, ki ekstremizma ne bo obravnavala 
parcialno, ampak celovito, torej vse vrste ekstremizma, ker je ničelna toleranca nujna za 
vsakega izmed njih. Cilj magistrske naloge je bil ugotoviti, ali je pri varnostnem 
preverjanju posameznika, ki je pripadnik ekstremistične skupine, mogoče spregledati in ga 
zaposliti v javni upravi, kakšne so možnosti morebitnega kasnejšega odkrivanja takšne 
osebe, zaposlene v javni upravi, in kako se v RS spopadamo s takimi težavami oziroma 
kako imamo urejeno zakonodajo na tem področju.  
 
Proučeni postopek varnostnega preverjanja, ki ga izvajajo za svoje bodoče in obstoječe 
zaposlene službe, kot so Slovenska obveščevalno-varnostna agencija, Obveščevalno-
varnostna služba Ministrstva za obrambo, Ministrstvo za notranje zadeve, Urad Vlade za 
varstvo tajnih podatkov, je pokazal, da bosta morala zakonodajalec in Vlada Republike 
Slovenije v prihodnosti temeljito razmisliti o problemu ekstremizma s stališča nacionalne 
varnosti in v tej zvezi zlasti o delovanju varnostnih organov, zaposlovanju v njih in 
nadzoru nad ekstremističnimi skupinami pri nas. Naloga dokazuje, da je zakonodaja na 
obravnavanem področju pomanjkljiva oziroma se ekstremizem kot pojav ne obravnava 
dovolj temeljito, zato bi bilo treba problematiko urediti celovito, kajti obstaja vrsta 
nerešenih vprašanj, s katerimi se bomo morali v prihodnosti soočiti, ker se stanje samo po 
sebi ne bo spremenilo. Trenutni trendi kažejo, da se bo ekstremizem v družbi in politiki le 
še krepil.  
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