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Zadání  
 
V rámci práce popište principy a techniky elektronického zabezpečení objektů. Dále popište aktuální 
legislativní požadavky na zabezpečení objektů a standardizaci související s tímto zabezpečením. Na 
tomto základě navrhněte metodiku řešení elektronického zabezpečení objektů, která by v budoucnosti 
měla umožnit maximální automatizaci souvisejících projekčních prací. Princip navržené metodiky 
zdůvodněte. Její praktickou použitelnost doložte na návrhu zabezpečení vybraného hypotetického 
objektu.
  
Anotace 
 
Diplomová práce se zabývá metodikou návrhu elektronické zabezpečovací signalizace. Je popsán 
způsob návrhu elektronické zabezpečovací signalizace dle platných norem a předpisů. Na jejich 
základě je navržen způsob algoritmizování návrhu. Tento postup je následně implementován do 
programové podoby. Závěrem je posouzena úspěšnost automatizovaného návrhu na hypotetickém 
objektu. 
 
 
Annotation 
                                     
Master’s Thesis deals with security system design. In this Thesis methodology of proposal of 
electronic security alarm according to valid standards and rules is described. In terms of standard and 
specification way of computerization of this design is created. Consequently, this procedure is 
software implemented. Results of algorithmic design are reviewed on hypothetic object. 
  
Seznam použitých zkratek 
 
ACS  systémy kontroly a řízení vstupu, 
ATS  přenosová zařízení, 
CCTV  systémy uzavřených televizních okruhů, 
CEN  European Committee for Standardization (Evropský výbor pro normalizaci), 
CENELEC European Committee for Electrotechnical Standardization (Evropský výbor pro 
normalizaci v elektrotechnice), 
Cu  měď, 
ČNI  Český normalizační institut, 
DDE  Dynamic Data Exchange (dynamická výměna dat), 
EC  evropská komise, 
EPS  elektrická požární signalizace, 
EU  Evropská unie, 
EZS  elektronické zabezpečovací systémy  
IAS  systémy kombinované nebo integrované, 
JTS  jednotná telefonní síť, 
LCD  displej z tekutých krystalů, 
MS  MicroSoft 
MW  mikrovlnný, 
nn  nízké napětí, 
NP  nadzemní podlaží, 
PCO  pult centrální ochrany, 
PET  domácí zvíře, 
PIR  infrapasivní, 
SAS  systémy přivolání pomoci, 
SMS  servis krátkých zpráv, 
US  ultrazvukový.
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1 Úvod 
Zabezpečením objektu se míní především zabránění vniknutí neoprávněných osob do objektu, 
případně včasné informování a monitorování při narušení. V rozšířeném smyslu se nemusí jednat 
pouze o monitorování osob. Velmi často je sledován přesun určitých předmětů. Bezpečnostní systémy 
dále kontrolují výskyt různých jevů představujících potenciální nebezpečí, jmenujme například požár, 
únik plynů, nárůst teploty nad určitou mez či zaplavení. 
Nejčastějšími nástroji pro zabezpečení je fyzická ostraha v objektu, použití mechanických zábranných 
systému a v neposlední řadě také elektronické bezpečnostní systémy. A právě posledně 
jmenovanému způsobu zabezpečení je věnována tato práce. 
Proces návrhu bezpečnostního systému je velmi komplikovaný, spadá pod působnost osob 
s klasifikací dle vyhlášky 50/1978 Sb. a paragrafu § 10) Pracovníci pro 
samostatné projektování a pracovníci pro řízení projektování. Cílem této práce je vymezit legislativní 
rámec pro oblast projektování EZS. Dále stanovit technické aspekty elektronických zabezpečovacích 
systémů, kterým je nutné věnovat při návrhu pozornost. Na jejich základě pak určit reálnou míru 
abstrakce, při které je možné dosáhnout návrhu algoritmizovaným řešením. Vytvořený postup 
algoritmizovaného návrhu EZS musí být vybudován na základě normativních požadavků a 
doporučení. Dalším faktorem rozhodujícím při návrhu jsou technické parametry prvků EZS a fyzikální 
podmínky zabezpečovaných prostorů. Všechny tyto aspekty spolu s vlastní praktickou zkušeností 
s návrhem EZS tvoří základ pro algoritmizovaný návrh EZS.  
Za účelem praktického posouzení algoritmizovaného návrhu je celý proces implementován do podoby 
programové aplikace. Dále je realizován praktický příklad návrhu elektronické zabezpečovací 
signalizace dle standardních postupů. Dosažené výsledky automatizovaného postupu jsou závěrem 
porovnány s návrhem uskutečněným dle standardních postupů. 
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2 Analýza norem souvisejících s projektováním 
zabezpečovacích systémů 
2.1 Normy v Evropské unii 
V evropských společenstvích spadá zabezpečovací technika pod působnost směrnic evropských 
společenství. Směrnice evropských společenství vydává evropská komise. Tento typ dokumentu 
nemá přímou platnost v rámci členských zemí. Po jejich schválení jsou směrnice vyhlašovány 
v Úředním věstníku evropských společenství (Official Journal of European Union). Povinností 
členských zemí je potom zásady uvedené ve směrnicích zapracovat do národní legislativy v termínu 
stanoveném přímo ve směrnicích. 
Pro podporu splnění požadavků směrnic jsou vyhlašovány v Úředním věstníku evropské 
harmonizované normy, jež jsou chápány jako precedens ke splnění právních požadavků. Evropské 
normy jsou zpracovávány evropskými normalizačními organizacemi CEN – European Committee for 
Standardization (Evropský výbor pro normalizaci) a CENELEC – European Committee for 
Electrotechnical Standardization (Evropský výbor pro normalizaci v elektrotechnice).  
Konkrétněji v případě poplachových systémů působí technická komise CENLEC/TC79 a oblastí EPS 
se zabývá komise CEN/TC72. V oboru poplachových systémů vytváří normy oborové standardy, jež 
řeší následující problematiku [1]: 
• řešení funkčních požadavků na jednotlivá zařízení, 
• metody zkoušení prokazující splnění těchto funkčních požadavků1, 
• požadavky na vlastnosti vztahující se ke klimatické odolnosti1, 
• metody zkoušení prokazující  splnění klimatické odolnosti1, 
• systémové požadavky vztahující se k podmínkám nasazení těchto systémů1, 
• návody a doporučení na aplikaci poplachových systémů. 
Normy jsou rozděleny do následujících skupin podle oblasti a způsobu využití [1]: 
• EN 50 130 - všeobecnosti, 
• EN 50 131 - Elektronické zabezpečovací systémy (EZS)2, 
• EN 50 132 - Systémy uzavřených televizních okruhů (CCTV), 
• EN 50 133 - Systémy kontroly a řízení vstupu (ACS), 
• EN 50 134 - Systémy přivolání pomoci (SAS), 
• EN 50 136 - Přenosová zařízení (ATS), 
• EN 50 137 - Systémy kombinované nebo integrované (IAS), 
• EN 54 - Elektrická požární signalizace (EPS). 
 
                                                     
1
 Tyto požadavky  a metody zkoušení jsou obsahem tzv. výrobkových norem. 
2
 V roce 2007 byla vydána ed. 2, která není v této práci zakomponována. 
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2.2 Normy v České Republice 
ČR je od roku 2004 plnoprávným členem EU, a proto jsou technické směrnice EC přejímány formou 
nařízení vlády České republiky. Český normalizační institut (ČNI) je v ČR organizací ze zákona 
pověřenou za proces zavádění EN. 
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3 Elektronické zabezpečovací systémy  
3.1 Architektura systému EZS 
Jádrem každého systém EZS je ústředna. Prostřednictvím různých rozhraní jsou k ústředně připojeny 
detektory, spínaná zařízení, rozšiřující moduly a prvky vzdálené signalizace (obr. 1).  
 
Obr. 1: Architektura systému EZS. 
Ústředna EZS 
Poplachové 
vstupy 
Programovatelné 
výstupy 
Periferní zařízení Vzdálená 
komunikace 
detektory 
(prvky plášťové a prostorové 
ochrany) 
místní signalizace 
(siréna, maják) 
ostatní spínaná zařízení 
rozšiřující vstupní moduly, 
klávesnice, přístupové 
systémy, rozšiřující výstupní 
moduly 
telefonní přístroj, mobilní 
telefon, pult centrální 
ochrany (PCO), vzdálené 
PC 
analogové 
propojení, 
kabelové 
datové 
propojení, 
datové 
bezdrátové 
propojení 
spínaný 
elektrický 
obvod 
datová 
sběrnice 
RS 485, 
bezdrátové 
datové 
propojení 
 
telefonní 
linka, GSM, 
LAN, 
internet 
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3.2 Propojení ústředny EZS s detektory 
Jako hlavní kritérium pro dělení ústředen EZS je způsob propojení a vyhodnocení komunikace 
s detektory. Dnešní systémy lze rozdělit do tří hlavních skupin: 
• smyčkové ústředny, 
• ústředny s přímou adresací čidel, 
• ústředny s bezdrátovým přenosem poplachového signálu, 
3.2.1 Smyčkové ústředny (analogové) 
Tato ústředna má pro každou poplachovou „smyčku“ vyhodnocovací obvod. Svorkovnice tohoto typu 
i se způsobem připojení detektorů je zobrazena na obr.2.  
 
Obr. 2: Propojení detektorů s ústřednou jednoduchým vyvážením. 
Legenda: 
H1 svorka 1. smyčky, 
H2 společná svorka pro 1. a 2. smyčku, 
H4,H5 svorky pro napájení detektorů, 
H6 svorka 3. smyčky, 
H7 společná svorka pro 3. a 4. smyčku, 
H8 svorka 4. smyčky. 
 
Způsob připojení detektorů vyznačených na obr. 2 se nazývá „jednoduché vyvážení“. Při tomto 
zapojení je nutno využít dvě smyčky pro zapojení jednoho detektoru. První smyčka je využita pro 
ochranu proti otevření ochranného krytu detektoru (tamper), druhá smyčka je využita 
k vyhlášení alarmového stavu vyvolaného spínacím kontaktem detektoru (alarm). Smyčka je 
zakončena zakončovacím odporem, tak aby vykazovala předepsanou hodnotu rezistence. Klidový 
stav je indikován sepnutým kontaktem. Aktivace některého z čidel smyčky, nebo sabotáž na smyčce, 
způsobí otevření spínacího kontaktu, poté následuje vyhlášení poplachového stavu systému EZS.  
Při tomto způsobu zapojení se spotřebují dvě smyčky na jeden detektor. Pro propojení je potřeba šest 
vodičů. Svorkovnice detektoru a jeho zapojení při „jednoduchém vyvážení“ je na obr. 3. Odpory R1 je 
nutné umístit uvnitř krabice detektoru s ochranným kontaktem, tím se zabrání možnému „přemostění“, 
tj. vyřazení detektoru z funkce. 
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Obr. 3: Svorkovnice detektoru při „jednoduchém vyvážení“. 
V praxi se často využívá možnosti připojení více spínacích kontaktů na jednu smyčku,  např. na  obr. 4 
jsou připojeny spínací kontakty dvou detektorů na jedné smyčce. 
 
Obr. 4: Vícenásobné připojení detektorů na jednu smyčku. 
Při zapojení podle obr. 4. není možné určit na kterém z detektorů došlo k otevření spínacího kontaktu. 
Ve skutečnosti je možné zapojit i více detektorů, případně zapojit ochranný a poplachový kontakt na 
jednu smyčku. Odpor R1 je nutné umístit uvnitř krabice nejvzdálenějšího detektoru, tím se zabrání 
úmyslnému přemostění. 
Částečně tyto nevýhody odstraňuje připojení detektorů způsobem dvojitého vyvážení obr. 5. Při 
zachování možnosti rozlišit sabotáž od poplachu se na jeden detektor využije pouze jedna smyčka. 
 
Obr. 5: Dvojité vyvážení. 
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Bližší pohled na zapojení svorkovnice detektoru při dvojitém vyvážení poskytuje obr. 6.  
 
Obr. 6: Svorkovnice dvojitého vyvážení. 
Způsob dvojitého vyvážení poskytuje téměř rovnocennou ochranu jako v případě jednoduchého 
vyvážení. Události, které mohou nastat a odpovídající parametry smyčky, jsou popsány v tab. 1. 
Tab.  1: Stavy při dvojitém vyvážení. 
 
Zajišťovací kontakt 
(tamper) 
Poplachový kontakt 
(alarm) Výsledný odpor 
Otevření čidla, 
případně přerušení 
vedení. 
Otevřen Otevřen/Zavřen Nekonečno 
Zkrat vedení Otevřen/Zavřen Otevřen/Zavřen 0 
Poplach (alarm) Zavřen Otevřen R1+R2 
Klidový stav Zavřen Zavřen R1 
Velikosti odporů R1 a R2 jsou definovány výrobcem daného systému. Většina současných 
smyčkových systémů podporuje jak jednoduché, tak i dvojité vyvážení. Při dvojitém vyvážení je taktéž 
možné zapojit více detektorů na jednu smyčku. 
Jednotliví výrobci navíc často podporují i další způsoby propojení. Jedná se většinou o zapojení, při 
kterých je v klidovém stavu otevřený některý ze spínacích kontaktů. Tyto způsoby propojení splňují 
požadavky pouze pro nejnižší stupeň zabezpečení. 
Smyčkový systém lze považovat za velmi jednoduchý a vysoce spolehlivý. Naproti tomu vyžaduje 
velké množství kabeláže a poskytuje omezené množství smyček (nejčastěji 4, 8, 16, 32). Využívají ho 
především menší, jednodušší a starší systémy. 
3.2.2 Ústředny s přímou adresací 
Tato ústředna pracuje na principu komunikace po datové sběrnici mezi ústřednou a detektory. 
Ústředna periodicky generuje adresy jednotlivých detektorů a do určitého okamžiku očekává 
příslušnou odezvu. Každý detektor musí být opatřen komunikačním modulem, nejčastěji se jedná 
o malý „chip“ (ID bod, „piškot“) obr. 7, který je součástí systému ústředny.  
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Obr. 7: ID bod [2]. 
Méně časté jsou potom speciální detektory, jednoúčelově použitelné pouze s ústřednou daného 
výrobce. Kabelová síť je zpravidla tvořena čtyřvodičovým vedením, z čehož dva vodiče jsou použity 
pro napájení a dva tvoří sběrnici. Konfigurace sběrnice může být téměř libovolná, ovšem jednotliví 
výrobci kladou jistá omezení. Jedná se například o omezení maximální délky celé sběrnice, největší 
možný počet odboček z „páteřního paprsku“, celkový počet detektorů na sběrnici atd.. Při nedodržení 
pokynů výrobce dochází k planým poplachům. Ukázka topologie systému s přímou adresací je na 
obr. 8. 
 
Obr. 8: Sběrnice adresného systému. 
Vodiče (1) a (3) tvoří ID sběrnici (svorky ústředny E3 a E4) na níž jsou paralelně řazeny detektory s ID 
body. Svorky E1 a E2 jsou určeny pro napájení detektorů. Podrobnější pohled na zapojení detektoru 
připojeného k ústředně s přímou adresací je na obr. 9. 
 
Obr. 9: Svorkovnice adresného detektoru. 
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Pro správnou funkci je nezbytné nezaměnit jednotlivé vodiče tvořící sběrnici, stejně tak jsou 
nezaměnitelné konektory pro připojení ID bodu.  
Výhodou systému s přímou adresací je minimální délka vedení, možnosti přesné identifikace 
detektoru a jeho události. Nevýhodou jsou zvýšené požadavky při kladení vedení. Některé systémy 
jsou velmi náchylné na elektromagnetické rušení od okolních elektrických spotřebičů a jiných 
elektrických vedení (silových, datových). Výrobce často požaduje minimální odstup od ostatních 
vedení. Některé systémy jsou natolik citlivé, že v praxi skutečně dochází k vyhlášení planých 
poplachů. Další problémy mohou vzniknout vlivem úbytků napětí na dvojici vodičů sloužících 
k napájení.  
3.2.3 Ústředna s bezdrátovou komunikací 
Tento typ ústředny se využívá jako přenosové médium rádiový spoj. K propojení detektorů 
s ústřednou tedy není potřeba kabelů. Komunikace probíhá prostřednictvím elektromagnetického 
vlnění o frekvenci řádově stovek MHz. Ve volném prostranství se maximální dosah v závislosti na 
konkrétním systému pohybuje okolo 100m až 1 km. Uvnitř objektů tato vzdálenost klesá na 10 až 100 
m. Současné systémy pracují duplexně. Každý prvek je vybaven jak vysílacím, tak i přijímacím 
modulem. Inteligentní moduly jsou schopny najít ve vyhrazeném kmitočtovém pásmu dva volné kanály 
pro přenos. Při velkém rušení na těchto kanálech dojde automaticky k nalezení nových kanálů 
s lepšími parametry. Mezi ústřednou a ostatními moduly dochází k přenosu kódovaných zpráv (např. 
poplach, ověření poplachu, test, porucha zdroje atd.) přesně definovaného formátu. Podrobný způsob 
a vlastnosti komunikace (použitý protokol) drží jednotliví výrobci v tajnosti.  
Adresace čidla může být provedena mechanickým nastavením přepínače (tzv. DIP – switch). 
Sofistikovanější systémy mají přidělen nezaměnitelný kód z výroby. Při instalaci je nutné každý prvek 
přiřadit do systému dané ústředny.  
Napájení bezdrátových modulů je provedeno lithiovou baterií, nebo 9V destičkovým článkem. Napětí 
baterie je monitorováno a v případě potřeby je provedena indikace na ústřednu.  
Nesporné výhody těchto systémů vyplývají z absence kabelového vedení. Je to především rychlá 
a snadná instalace, instalace do hotových objektů s minimálním stavebním zásahem,  snadné 
rozšíření systému případně změna rozmístění komponentů.  
Naproti tomu bezdrátové provedení přináší snížení bezpečnosti a spolehlivosti. Ochrana proti sabotáži 
(celkové narušení provozního pásma) v současnosti neexistuje. Často se také vyskytují jiná zařízení, 
která vlivem špatného či nehomologovaného provedení způsobují rušení a tedy poruchovost celého 
systému. Pokud jsou provozovatelem takovéhoto zařízení jiné osoby, pak je velmi obtížné dané 
zařízení vypátrat a donutit jeho majitele k zastavení jeho provozu. Pomoc může být vynucena např. 
u telekomunikačního úřadu, který spravuje rozdělení rádiových frekvencí. Pořízení bezdrátového 
systému je i přes úspory spojené s montáží stále náročnější než u kabelových systémů. Výjimkou jsou 
objekty, ve kterých je provedení kabelových rozvodů velmi obtížné případně nemožné.  
Na závěr lze konstatovat, že systém je vhodné instalovat pouze v prostředí, kde není možné instalovat 
kabelové rozvody. Důvodem je především jeho nižší spolehlivost a stupeň zabezpečení 
nepřesahující 2. 
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3.3 Periferní zařízení 
Téměř žádný systém EZS se neobejde bez periferních zařízení. Slouží pro rozšíření kapacity ústředny 
a obohacení o jiná komunikační rozhraní, případně je terminálem pro ovládání ústředny. Nejčastěji se 
setkáme s následujícími zařízeními: 
• rozšiřující moduly vstupů, někdy též nazývané jako koncentrátory, expandery, 
• moduly přídavných výstupů, tzv. reléové desky, 
• ovládací zařízení, tj. klávesnice, čtecí zařízení („čtečky“), signalizační tabla, 
• jednotky přístupového systému (ACS). 
3.3.1 Rozšiřující vstupní moduly 
Jsou to zařízení rozšiřující kapacitu ústředny o další vstupy pro připojení detektorů. Jsou realizovány 
jako: 
1. integrované moduly na základní desce ústředny, 
2. PCI karty určené pro zasunutí do příslušného slotu ústředny, 
3. externí moduly připojené k ústředně pomocí datového rozhraní (RS-485, bezdrátového 
propojení, vlastních komunikačních protokolů výrobců),  
4. podřízené ústředny.  
 
ad 4) 
Jejich konstrukce je totožná s řídící ústřednou. Programově jsou nastaveny do podřízeného módu. 
Toto řešení využívají rozsáhlé systémy nejdokonalejších systémů. Propojení s hlavní ústřednou 
pomocí RS-485, bezdrátového propojení, vlastních komunikačních protokolů výrobců, ethernetu, 
optických kabelů. 
 
Primárním účelem periferních zařízení je rozšíření stávající ústředny o nové vstupy. Mohou ale 
poskytnout jiné rozhraní pro připojení detektorů, než to, které je použito v hlavní ústředně. Tímto 
vznikají tzv. „hybridní ústředny“. Velmi často poskytují také možnosti pro přímé připojení jiných 
periferních zařízení a výstupní svorky pro připojení spínaných zařízení, čímž v sobě integrují více 
funkcí. 
3.3.2 Moduly přídavných výstupů 
Nezbytnou součástí systému EZS jsou programovatelné výstupy. Jedná se o výstupy pro připojení 
dodatečných elektrických zařízení. Při určitých událostech jsou výstupy aktivovány. Aktivačními 
událostmi jsou, např. poplach, porucha, stav střežení atd.. Události se dají různě kombinovat 
a zpravidla je možné volit téměř z kteréhokoliv možného stavu systému. Možných událostí bývá až 
několik set.  
Výstupy jsou realizovány svorkami umístěnými na základní desce ústředny s označením Pgm, 
případně Pgy, Pgx. Často jsou využity jako alternativa pro propojení se signalizačním zařízením jiného 
výrobce. Tj. nejčastěji v případě, kdy není možné využít datovou komunikaci mezi ústřednou 
a externím signalizačním zařízením. 
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Proudová zatížitelnost nepřesahuje 100 mA. Z těchto důvodů je nutné pro připojení jiných elektrických 
spotřebičů využít externí spínací relé, kde programovatelné výstupy slouží ke spínání tohoto relé. 
Výjimkou jsou svorky pro připojení místního signalizačního zařízení (maják, siréna). Nejčastěji jsou 
označeny Sir, Bell a poskytují dostatečný výkon. Programování příslušných událostí pro aktivaci 
těchto svorek je omezené. Nejčastěji jsou aktivovány při poplachu případně při poruše. Je možné 
nastavit například dobu aktivace, zpoždění aktivace, vynechat vstupy pro aktivaci atd.. 
Moduly přídavných výstupů poskytují rozšíření o další programovatelné výstupy. Jsou nutné 
u systémů, při kterých je potřeba ovládat větší množství zařízení. Vzhledem k jejich velkému 
proudovému odběru se často neobejdou bez vlastního zdroje. Propojení s ústřednou je většinou 
stejné jako u rozšiřujících vstupních modulů. Nezřídka jsou napojeny přímo na stejnou komunikační 
linku. Stejné funkce jako tyto moduly v sobě často integrují i ostatní periferní zařízení (klávesnice, 
koncentrátory, podřízené ústředny) avšak v omezeném množství. 
3.3.3 Ovládací zařízení 
Nezbytnou součástí každého systému EZS je ovládací zařízení. Nejčastěji jsou to: 
• klávesnice s LCD displejem, 
• klávesnice s podsvícením kláves, 
• čtecí zařízení, 
• ovládací tlačítko. 
Primární funkcí ovládacího zařízení je zastřežení a odstřežení systému. Indikace stavu zastřežení, 
případně odstřežení je signalizována rozsvícením příslušné LED diody (vyjma ovládacího tlačítka). 
Nezbytnou součástí každého systému je alespoň jedna klávesnice, ta poskytuje navíc možnosti pro 
programování systému. Při tomto úkonu se nejvíce projeví komfort, který poskytuje LCD displej. 
Displej je užitečný také k prohlížení historie událostí. U klávesnic s podsvícením kláves probíhá 
zobrazení hodnot prostřednictvím podsvícení příslušných kláves. To je značně nepřehledné a pro 
uživatele téměř nepoužitelné. 
Propojení se systémem EZS je totožné, jako je tomu u rozšiřujících modulů. Často je využita společná 
komunikační linka. Některé klávesnice v sobě integrují vstupy a výstupy pro detektory a jiná zařízení. 
Méně časté je využití signalizačního tabla (grafické tablo). Tablo  poskytuje informaci o stavu systému. 
Někdy je konstruováno jednoúčelově a ovládáno pomocí reléové desky. Jedná se v podstatě o panel 
s vyznačeným plánem objektu doplněným o indikační žárovky či LED a prosvětlené symboly. V dnešní 
době jsou grafická tabla nahrazována obrazovkou počítače s implementovaným speciálním ovládacím 
softwarem. 
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3.3.4 Moduly řízení a přístupu vstupu 
Velmi často je systém EZS využit pro kontrolu a řízení dveřních jednotek. Do systému je přiřazena 
přístupová jednotka ACS. Jedná se o modul obsahující spínaný výstup pro ovládání 
elektromagnetického zámku. Komunikace s ústřednou probíhá na téže lince, na které jsou napojeny 
klávesnice a ostatní rozšiřující moduly. Ovládání je realizováno klávesnicemi a čtecími zařízeními ze 
systému EZS, které jsou k tomuto účelu naprogramovány. Přístupová jednotka plní vyhodnocovací 
a ovládací funkce. Často obsahuje vlastní napájecí a zálohovací zdroj.  
3.4 Detektory 
3.4.1 Pohybové detektory 
3.4.1.1 Pasivní infračervené detektory pohybu (PIR – Passive infra red) 
Jsou založeny na principu zachycení změn vyzařování elektromagnetického záření v infračerveném 
pásmu. Toto záření vyzařují  všechny tělesa od -273 °C do 560 °C, p řičemž pro tělesa s různou 
teplotou je odlišné i složení infračerveného záření. Lidské tělo má zpravidla teplotu odlišnou od okolí.  
Jako detektor je užit materiál vykazující pyroelektrický jev. Při změně teploty se na povrchu těchto 
materiálu objeví místa o různém potenciálu. 
Pohybuje-li se těleso, jehož teplota je odlišná od teploty okolí v zorném poli čidla, zachycuje čidlo tyto 
změny. Účinek detekce je  zesílen aktivními  a neaktivními zónami. Aktivní a neaktivní zóny jsou 
nejčastěji tvořeny soustavou Fresnelových čoček, nebo soustavou křivých zrcadel. Prostor je tímto 
rozdělen na aktivní a neaktivní zóny. Z aktivních zón je záření směrováno na senzor, z neaktivních 
zón tomu tak není. Při návrhu je podstatné uvážit především tvar zorného pole. V závislosti na tvaru 
střeženého prostoru se volí čočka s odpovídajícím zorným polem. Detekce pohybu je nejlépe 
zaznamenána při tangenciálním pohybu vzhledem k aktivním zónám. Následuje výčet používaných 
zorných polí [3]. 
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Obr. 10: Zóny standardní čočky. Detektory 
s touto čočkou jsou nejčastěji umístěny v rohu 
místnosti. 
 
 
Obr. 11: Zóny čočky s širším záběrem, 
možnost instalace detektoru na střed stěny. 
 
Obr. 12: Vyměnitelná čočka, spodní varianta je 
určena proti falešným poplachům od domácích 
zvířat (PET), taktéž je znázorněna varianta 
s dalekým dosahem (šedá barva). 
 
 
Obr. 13: Tzv. stropní detektor, určený pro 
montáž na střed stropu.
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Obr. 14: "Záclona", střeží průchod dveřmi, výlohy, okny. Instaluje se nad dveřmi případně okenními 
prostupy. 
 
Obr. 15: Čočka s dlouhým dosahem, použití pro dlouhé chodby. 
Podstatné je taktéž dodržet následující zásady instalace: 
• připevnění je nutné provést na statické prvky, tím se vyhneme falešným poplachům 
způsobených vibrací, 
• zorné pole detektorů by nemělo směřovat na skleněné okna a dveře, v jejichž zorném poli se 
můžou objevit tělesa vyzařující velké množství infračerveného záření (reflektory automobilů), 
• ve střeženém prostoru by se neměly nacházet tělesa prudce měnící svou teplotu (motory, 
plamenové ohřívače). 
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3.4.1.2 Ultrazvukové detektory pohybu (US – Ultrasonic sensor) 
Využívají mechanického vlnění vzduchu o vyšších frekvencích, než slyšitelné frekvence lidského 
ucha. Jedná se tzv. aktivní detektory, které dané záření do prostoru vysílají a jeho odražené složky 
následně zpětně analyzují.  
Využívá se efektu způsobeného Dopplerovým jevem. Je-li zdroj vlnění i pozorovatel v klidu, pak 
pozorovatel detekuje vlnění o stejné frekvenci, jaké vysílá zdroj. Ovšem pohybuje-li se zdroj případně 
pozorovatel, má vlnění detekované pozorovatelem jinou frekvenci, než tu, kterou vysílá zdroj.  
V tomto případě detektor vysílá vlnění do prostoru, to se odráží od všech předmětů v dosahu, 
pohybují-li se některé z nich, pak má odražené vlnění od pohybujících se předmětů odlišnou vlnovou 
délku než tu, kterou vysílá zdroj. Přijímač dokáže vyhodnotit přítomnost posunuté frekvence vlnění 
a vyhlásí poplach. 
Zásady, které je nutné dodržet při instalaci: 
• nejlepší detekce je radiálně směrem k detektoru a naopak, 
• vyvarujte se instalace v prostorách se zdroji širokopásmového zvuku (telefon, zvonek),  
• problémy způsobují taktéž volně zavěšené tabule a závěsy, 
• pro některá zvířata je vyzařované vlnění slyšitelné (pes, netopýr, komár), 
• v jednom prostoru se smí použít více mikrovlnných detektorů jen tehdy, pracují-li na jiné 
vysílací frekvenci. 
 
Obr. 16: Typické pole snímané ultrazvukovým detektorem. 
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3.4.1.3 Mikrovlnné detektory pohybu (MW – Microwave) 
Mikrovlnné detektory jsou založeny na Dopplerova jevu podobně jako čidla ultrazvuková, ovšem s tím 
rozdílem, že namísto ultrazvuku používají elektromagnetického vlnění v pásmu 2,5 GHz, 10 GHz, 
nebo 24 GHz. Příklad zorného pole mikrovlnného detektoru je na obr. 17.  
 
 
Obr. 17: Snímaný prostor mikrovlnným detektorem. V praxi je možné se setkat i s kratším rozsahem. 
Zásady instalace mikrovlnných čidel: 
• nelze je použít, pokud se v blízkosti detektoru vyskytují velké kovové předměty,  
• spínání zářivkového osvětlení způsobuje falešné poplachy, 
• v jednom prostoru se smí použít více mikrovlnných detektorů pouze tehdy, pracujíc-li na jiné 
vysílací frekvenci. 
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3.4.1.4 Duální detektory 
Kombinace dvou a více senzorů s totožným účelem střežení se nazývá duální detektor. Nejčastější 
kombinace je integrování mikrovlnného a infrapasivního senzoru v jednom detektoru. Méně rozšířené 
je použití ultrazvukového a infrapasivního, dále pak kombinace dvou infrapasivních snímačů 
s rozdělením detekovaného prostoru na dvě horizontální zóny. 
Účelem duálních detektorů je minimalizace falešných poplachů. Detektor vyhlásí poplach pouze 
tehdy, dojde-li ve stanoveném intervalu k aktivaci obou senzorů. 
Ukázka detekčního prostoru mikrovlnného a infrapasivního duálního detektoru je na obr. 18 [3]. 
 
Obr. 18: Duální detektor. 
Obecně platí, že duální detektory jsou použity v problémových a náročných instalacích. Většinou 
splňují vyšší bezpečnostní stupeň než detektory s jedním senzorem. Nevýhodou je vyšší energetická 
náročnost. 
3.4.2 Detektory tříštění skla 
Slouží jako prvek plášťové ochrany. Detekují rozbití oken a ostatních skleněných předmětů. Nejvíce 
rozšířené jsou akustické detektory skleněných ploch. Principem je vyhodnocení zvuku vznikajícího při 
rozbití skla.  Elektronika vyhodnocuje akustické vlnění přijaté mikrofonem. Dále následuje pásmová 
propust pro část spektra typickou pro tříštění skla. Tím se sníží možnost záměny s jiným zvukem 
a vyhlášení planého poplachu.  
Typická snímací prostorová charakteristika je na obr. 19 [4]: 
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Obr. 19: Detektor tříštění skla. 
Zásady instalace akustických detektorů tříštění skla: 
• vyvarovat se přítomnosti akustických zdrojů (především mechanické zvonky), 
• izolovat střežený prostor od akustických zdrojů z venčí, 
• dodržet detekční prostor. U některých detektorů je taktéž dána minimální střežená vzdálenost. 
3.4.3 Kombinované detektory 
Na rozdíl od duálních detektorů se jedná o kombinaci dvou senzorů s jiným detekčním účelem. 
Nejčastější je kombinace detektoru pohybu a tříštění skla. V tomto případě dojde k vyhlášení poplachu 
v případě aktivace alespoň některého senzoru. Důvody pro nasazení jsou především ekonomické.  
Ukázka zorného pole stropního infrapasivního detektoru pohybu a akustického detektoru tříštění skla 
je na obr. 20 [3]. Zde je navíc použito i více infrapasivních detektorů. Jsou nasazeny tři snímače 
pohybu, z nichž každý snímá prostor vymezený úhlem 120 °. 
 
Obr. 20: Kombinovaný detektor pohybu a rozbití skla. 
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3.4.4 Magnetické kontakty 
Magnetické kontakty se používají k detekci otevření oken a dveří. Jsou základním prvkem plášťové 
ochrany.  
Magnetický kontakt je tvořen dvojicí dílů – jazýčkovým kontaktem a permanentním magnetem. 
Jazýčkový kontakt se skládá ze zatavené skleněné trubičky, v níž jsou umístěny dva feromagnetické 
kontakty. V klidovém stavu je kontakt jazýčkového relé sepnut magnetickým polem permanentního 
magnetu. Při aktivaci způsobené oddálením magnetu se kontakt rozepne a vyvolá se poplachové 
hlášení. Povrchová část magnetů je nejčastěji z plastu, mědi nebo hliníku. 
Tvar magnetického kontaktu se liší v závislosti na typu střežených dveří: 
1. magnetické kontakty pro povrchovou montáž, 
 
Obr. 21: Hliníkový povrchový magnetický kontakt [3]. 
2. závrtné magnetické kontakty, 
 
Obr. 22: Závrtný plastový magnetický kontakt [3]. 
3. odolné magnetické kontakty určené pro rolovací vrata. 
 
Obr. 23: Masivní vratový magnetický kontakt [3]. 
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ad 1) 
Jazýčková část povrchového kontaktu je opatřena přívodním vodičem, instaluje se na povrch pevné 
části dveří a oken. Díl s magnetem se instaluje na povrch pohyblivé části oken a dveří. K sepnutí 
kontaktu dojde, pokud se magnetická část přiblíží blíže jak 20 mm. 
  
ad 2) 
Oba díly závrtného kontaktu se instalují zapuštěně do dveří a futer, případně oken a okenních rámů. 
Detekční vzdálenost je podobná jako u magnetů určených pro povrchovou montáž. 
 
ad 3) 
Masivní a odolné magnetické kontakty jsou určeny pro garážová vrata. Jazýčková část je odolná proti 
přejetí vozidlem. Instaluje se na podlahu, v těsné blízkosti dosedajících vrat. Magnetická část se 
instaluje na pohyblivou část, podobně jako u předchozích typů. Detekční vzdálenost je již od 50 mm. 
 
Kromě tvaru dveří je nutné při volbě magnetického kontaktu věnovat také pozornost materiálu, 
z kterého jsou dveře vyrobeny. V případě dveří z feromagnetických materiálů je nutné použít stíněný 
plášť magnetů, případně hliníkových podložek.  
 
3.5 Vzdálená komunikace 
Lokální akustická či optická signalizace poplachu vykazuje řadu nevýhod. Především se jedná 
o nulovou informaci při místní nepřítomnosti, rušení okolního prostředí, nemožnost vzdáleného 
zásahu a ovládání systému, rychlé uvědomění pachatele a z toho plynoucí obtížné dopadení.  
Proto se čím dál častěji uplatňuje vzdálená signalizace poplachu. Tuto signalizaci obstarávají zařízení 
uspořádaná podle následujícího modelu. 
 
Obr. 24: Vzdálená signalizace poplachu. 
3.5.1 Telefonní komunikátor 
Telefonní komunikátor je zařízení určené pro vzdálenou komunikaci ústředny s jiným zařízením 
prostřednictvím JTS (jednotné telefonní sítě). Komunikátor je integrován přímo na základní desce 
ústředny, častou variantou je i zásuvná karta do slotu ústředny. Další možností je připojení na sběrnici 
podobně jako u ostatních periferních zařízení. Obvykle jsou podporovány následující funkce: 
Ústředna EZS 
Zařízení určené pro příjem 
poplachu na vzdálené straně: 
(telefonní přístroj či modem, 
mobilní telefon, PC, pult centrální 
ochrany PCO). 
Modul zajišťující vzdálenou komunikaci 
na straně ústředny: 
(telefonní komunikátor, GSM 
komunikátor, propojení do LAN a 
Internetu, vysílač na PCO). 
 
Telefonní linka, LAN, 
Internet, GSM, bezdrátový 
přenos na PCO. 
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1. reportovat události zavoláním a předáním akustického signálu, 
2. předávat data na pult centrální ochrany, 
3. dálkově ovládat a programovat systém telefonem (zavoláním), 
4. reportovat události formou SMS zpráv , 
5. dálkově ovládat a programovat systém z klávesnice telefonu (tónovou volbou DMTF) nebo 
pomocí SMS příkazů, 
6. programovat a ovládat systém ze vzdáleného PC s telefonním modemem pro vytáčené 
připojení. 
 
ad  2) 
Komunikace probíhá prostřednictvím určitého protokolu a formátu přenášených zpráv. Seznam 
používaných protokolů je uveden v tab. 2. Protokol specifikuje použití pulzní či tónové volby, frekvence 
na kterých je spojení navázáno, jsou přenášena data a na které dojde k ukončení spojení, dále pak 
použitou modulační rychlost. 
Tab.  2: Komunikační formáty s  PCO. 
Název Handshake Data Kiss off Rychlost 
Ademco Slow 
(Silent Knight) 
1400 Hz 1900 Hz 1400 Hz 10 b/s 
Ademco Fast 1400 Hz 1900 Hz 1400 Hz 14 b/s 
Telemax 2100 Hz 1650 Hz 2100 Hz 10 b/s 
Franklin 2300 Hz 1800 Hz 2300 Hz 20 b/s 
Radionics 2300 2300 Hz 1800 Hz 2300 Hz 40 b/s 
Radionics 1400 1400 Hz 1900 Hz 1400 Hz 40 b/s 
DTMF 2300 2300 Hz DTMF 2300 Hz DTMF 
Surgard* 2300 Hz DTMF 2300 Hz DTMF 
Ademco expres* Dual tone DTMF 1400 Hz DTMF 
Contact ID* Dual tone DTMF 1400 Hz DTMF 
Formát zpráv je 3/1 případně 3/2,4/2. První číslice určuje počet pozic pro identifikaci objektu, druhá 
číslice určuje počet pozic pro identifikaci události. Např. formát 4/2 znamená, že se přenáší čtyřmístné 
hexadecimální číslo objektu a událost je vyjádřena dvoumístným hexadecimálním číslem. Číslo 
objektu je přiděleno pultem centrální ochrany, s jeho pomocí PCO identifikuje objekt na kterém došlo 
k poplachu. Hodnoty příslušející událostem se stanoví dohodou (předáním tabulky) mezi správcem 
systému EZS a PCO. Formáty, které jsou označeny v tabulce * , jsou tzv. pevné formáty. Mají 
standardizovaný způsob přidělování hodnot k jednotlivým událostem. 
 
Méně časté je propojení komunikátoru s ústřednou přes pevné výstupy. Může být použito pokud 
ústředna nepodporuje připojení komunikátoru. Poskytuje ovšem omezené možnosti komunikace. 
Možný útok na tuto přenosovou trasu je přerušení přívodního vedení k telefonní lince. Komunikace 
bývá testována zpravidla jednou denně, což není dostatečné. Toto je jeden z možných útoků na 
systéme EZS. 
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3.5.2 GSM komunikátor 
Umožňuje tytéž funkce jako telefonní komunikátor. Pro propojení se vzdáleným zařízením ovšem 
využívá mobilní síť GSM.  Poskytuje simulovanou telefonní linku (funkci GSM brány). 
K ústředně bývá připojen přímo (integrován na základní desce, či zasunut do slotu základní desky), 
možné je i připojení na společnou sběrnici s ostatními periferními zařízeními. Ovšem velmi časté je 
připojení přes telefonní komunikátor, v tomto případě se jedná pouze o GSM bránu. Při dodatečné 
instalaci je možné využít propojení pouze pomocí pevných výstupů. Pak ale poskytuje omezené 
funkce, podobně jako tomu bylo u telefonního komunikátoru. 
Nevýhodou je, že operátoři v současnosti nepodporují rozdělení SMS zpráv podle priority, taktéž není 
garance přenosu SMS zprávy do určitého časového intervalu. Možné je také „zarušení“ přenosového 
pásma.    
3.5.3 LAN komunikátor 
LAN komunikátor je využíván pro propojení EZS se vzdáleným zařízením prostřednictvím LAN. Při 
využití domácí brány nebo směrovače je pak možné využít připojení prostřednictvím Internetu. Na 
vzdálené straně je nejčastěji PC, případně server, SMS brána poskytující propojení do jiných sítí. 
I když může být komunikace kódována, přenos nelze považovat za zcela bezpečný. Internet nelze 
považovat za bezpečné přenosové médium. Bezpečnost do značné míry závisí na zabezpečení sítě 
poskytovatele připojení. 
3.5.4 Bezdrátový přenos na PCO 
PCO komunikátory jsou zařízení sloužící k předávání informací bezdrátovým prostředím o stavu 
systému EZS směrem k monitorovacím pracovištím hlídacích služeb (pult centrální ochrany PCO).  
Rádiové vysílače na PCO jsou nejčastěji od výrobců Fautor, Radom, NAM, ADT, Securitas. 
K ústředně EZS se připojují pomocí linky RS 232, nebo na výstup telefonního komunikátoru. 
Komunikace probíhá v pásmu 400 MHz až 500 MHz. Většina výrobců provozuje vlastní sítě pro 
připojení vysílačů. Přístupová část je bezdrátová, páteřní síť může být pronajatá trasa z jiné sítě, např. 
JTS. Na přijímací straně PCO je přijímač podporující komunikaci s vysílačem. Dostupnost komunikace 
je kontrolována v krátkých intervalech (minuty).  
3.6 Analýza problémů souvisejících s interoperabilitou podsystémů 
3.6.1 Využití EZS za účelem aktivace CCTV 
V okamžiku neoprávněného vniknutí do objektu je velmi žádoucí zachytit pachatele pomocí 
kamerového systému, případně sledovat děj v reálném čase. Požadavky na záznamové kapacity jsou 
značné a je neefektivní zaznamenávat děj kontinuálně. Je proto velmi žádoucí aktivovat záznam 
v okamžiku narušení přímo systémem EZS. Aktivace je realizována spínaným výstupním kontaktem 
systému EZS. Alarmový vstup je samozřejmou součástí téměř každého záznamového zařízení 
a v praxi se toto propojení využívá velmi často. 
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3.6.2 Využití EZS za účelem ohlášení požáru 
Norma EN 54 jež specifikuje požadavky pro systémy elektrické požární signalizace neumožňuje 
integrovat systém EPS do systému EZS. Není splněna odolnost proti vysokým hodnotám teploty 
kabelových vedení EZS. Vzhledem k ostatním technickým aspektům je ale integrace prvků požární 
ochrany do EZS možná. Požární hlásiče se instalují pouze jako doplňkový prvek poskytující 
doplňkovou informaci. Většinou jsou využity požární hlásiče  se spínanými kontakty, které se do 
systému zapojí stejným způsobem jako ostatní detektory. Programově se jim potom přiřadí atribut 
požární smyčky. Toto využití je v praxi velmi časté. 
3.6.3 Využití EZS  pro kontrolu vstupu a docházkové systémy 
Systém kontroly vstupu umožňuje oprávněným uživatelům přístup do chráněných oblastí. Docházkové 
systémy slouží k evidenci místa a času vstupu uživatele do sledované oblasti. Ze svého principu jsou 
ovládací jednotky EZS i přístupových systémů fyzicky umístěny při vstupu do chráněné oblasti. 
Z tohoto důvodu je výhodné oba systémy integrovat, čehož se také v praxi velmi často využívá. 
Z legislativních  důvodů (norma EN 50 133) nejsou známy žádné důvody, které brání integrování 
systémů kontroly vstupu a docházkovým systémům do zařízení elektrické zabezpečovací signalizace. 
Propojení prvků různých výrobců je realizováno potenciálovým, tzn. na svorku je přivedeno napětí, 
případně je spojena se zemí. Další možnost poskytují spínaným kontakty, tedy dvojice svorek, které 
jsou galvanicky propojovány. Existuje také řada standardizovaných rozhraní, které umožňují toto 
propojení. Velmi rozšířeným rozhraním pro propojení čtecích zařízení a klávesnic s řídícími 
jednotkami je například rozhraní Wiegand. Výrobci EZS často dodávají speciální přístupové moduly, 
jež jsou součástí jejich proprietárního řešení. 
3.6.4 Nástroje integrace jednotlivých systémů 
Pro velké komplexy, jež využívají více druhů bezpečnostních systémů je výhodné tyto systémy 
integrovat do jednoho monitorovacího a ovládacího centra. Jedná se o vzdálené či lokální aplikace, 
jež umožňují zobrazení událostí z daných periferních prvků a vyvolání příslušné reakce na tyto 
události. Jsou to modulární vícevrstvé aplikace typu klient/server, které umožňují snadnou práci 
z jakéhokoli počítače připojeného do sítě Internet/intranet a vybaveného libovolným webovým 
prohlížečem.  
Klient je určený pro vizualizaci stavu monitorovaného prostoru. Pro svoji činnost využívá služby 
programových serverů, které komunikují s připojenými zařízeními a poskytují potřebné 
údaje.Neomezené množství programových serverů a klientů může být aktivováno v rámci počítačové 
sítě. Na komunikaci mezi nimi se využívá standardní protokol „DDE“ (v případě síťové komunikace 
NetDDE).[5]  
Dynamic Data Exchange – DDE je soubor pravidel a API funkcí obsažený ve všech 32-bitových 
verzích systému MS Windows. DDE slouží pro univerzální výměnu obecných dat mezi aplikacemi. 
Komunikace funguje na bázi server – klient s možností zpětné vazby, tzv. poke. 
Každý klient může zobrazovat libovolnou podmnožinu údajů poskytovaných dostupnými servery. 
Velmi rozšířenými systémy tohoto typu jsou například aplikace ALVIS a C4.[5] 
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4 Zřizování elektronické zabezpečovací signalizace 
Proces zřizování EZS je závislý na velikosti systému, požadavcích objednatele a jeho finančních 
možnostech. Postup při zřizování systému EZS tak, jak je uveden v tomto textu, představuje ideální 
případ. V praxi jednotlivé kroky tohoto procesu často splývají, případně jsou provedeny v omezené 
míře a někdy nemusí být provedeny vůbec. Obecně platí, že kvalitní příprava a zpracování výkresové 
dokumentace ušetří nemalé množství komplikací při budování a provozu systému.  
Zabezpečovací systém je budován jako sled událostí uvedených na obr. 25.  
 
Obr. 25: Proces zřizování EZS. 
4.1 Návrh systému  
Jedná se o proces, při kterém se stanovuje rozsah systému EZS, komponenty příslušného stupně 
zabezpečení a třídy prostředí. Příkladem může být stanovení počtu a typu detektorů, výběr vhodné 
ústředny, délka a způsob provedení kabeláže. Návrh systému může sloužit pro prvotní odhad ceny 
celého zabezpečovacího systému.  
Návrh systému 
Bezpečnostní 
posouzení objektu 
Stupeň zabezpečení 
a klasifikace 
prostředí 
 
Systémový návrh 
Příprava realizace 
Technické 
posouzení objektu 
Zpřesněný 
systémový návrh 
(Výkresová 
dokumentace a 
seznam materiálu) 
Instalace EZS 
Montáž 
Prohlídky EZS po 
montáži 
Dokumentace 
skutečného stavu 
Posouzení 
zabezpečovaných 
hodnot 
Dokument 
Výchozí revize 
Funkční zkoušky 
EZS 
Revizní zpráva 
Proces 
Zaškolení obsluhy 
Předávací protokol a 
provozní kniha 
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4.1.1 Posouzení zabezpečovaných hodnot 
Pro stanovení stupně zabezpečení (viz. kap. 4.1.2) je třeba brát v úvahu následující faktory, které se 
odvíjí od střeženého majetku a dalších parametrů objektu. 
Údaje popisující daný objekt a střežený majetek jsou vytýčeny v tab. č. 3 ve sloupci Položka. Jedná se 
o výčet logických proměnných typu ano či ne. Jsou zde taktéž definovány pravidla, dle kterých se volí 
stupeň zabezpečení na základě hodnoty logických proměnných. Princip zvolení stupně zabezpečení 
dle níže uvedené tabulky je následující. Počáteční hodnota je u všech stupňů rovna nule. Je-li 
odpověď na položku v daném řádku kladná, je zvýšena hodnota o jeden bod u stupňů se zatrženým 
symbolem x v daném řádku. Na závěr je vybrán stupeň s největší hodnotou. 
Tab. 3: Údaje popisující daný objekt a pravidla umožňující zvolit bezpečnostní stupeň. 
Položka 1. 
stupeň 
2. 
stupeň 
3. 
stupeň 
4. 
stupeň 
Druh majetku: 
    
Hmotný majetek ano  x x x 
Hmotný majetek ne x    
Nehmotný majetek ano  x x x 
Nehmotný majetek ne x    
Atraktivnost majetku pro potenciálního pachatele 
ano 
  x x 
Atraktivnost majetku pro potenciálního pachatele 
ne 
x x   
Zneužití majetku k ohrožení jiných osob ano    x 
Zneužití majetku k ohromní jiných osob ano x x x  
Hodnota majetku: 
    
do 200 000 Kč x    
do 1000 000 Kč  x   
nad 1000 000 Kč   x x 
Následné výdaje související se ztrátou: 
    
do 200 000 Kč x    
do 1000 000 Kč  x   
nad 1000 000 Kč   x x 
Vlastnictví majetku: 
    
Soukromá osoba x    
podnikatelský subjekt  x x x 
stát  x x x 
jiné     
Objem nebo velikost majetku: 
    
snadnost přepravy ano  x x x 
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Položka 1. 
stupeň 
2. 
stupeň 
3. 
stupeň 
4. 
stupeň 
snadnost přepravy ne x    
snadnost zpeněžení zcizeného majetku ano   x x 
snadnost zpeněžení zcizeného majetku ne x x   
Utajované skutečnosti: 
    
výskyt utajovaných skutečností v objektu ano    x 
výskyt utajovaných skutečností v objektu ne x x x  
Poškození:     
vysoké riziko vandalismu  x   
nízké riziko vandalismu x    
Účel objektu: 
    
rodinný domek x x   
byt garáž x x   
garáž x x   
hotel/penzión x x   
restaurace hostinec x x   
obchod  x   
supermarket  x   
sklad x    
lékárna   x x  
úřad  x x  
kancelář  x x  
škola x x   
tělocvična x    
výroba x    
dílna x    
peněžní ústav   x  
muzeum   x  
galerie   x x 
depozitář   x x 
knihovna x    
hrad/zámek   x  
kostel   x  
klášter  x   
ostatní     
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4.1.2 Stupeň zabezpečení 
Požadovaná úroveň střežení vychází z posouzení zabezpečovaných hodnot a bezpečnostního 
posouzení objektu. Cílem je stanovit  potřebný stupeň  zabezpečení objektu, případně pojistné třídy ve 
smyslu směrnic České asociace pojišťoven. Toto posouzení provádí zástupce organizace vždy za 
účasti zákazníka případně dalších zainteresovaných subjektů (pojišťovna, policie, provozovatel PCO). 
Klasifikace stupně zabezpečení se člení na 4 stupně, jak uvádí následující tabulka.  
Tab.  4: Klasifikace stupně zabezpečení [6]. 
Stupeň 
zabezpečení 
Pojistná 
třída dle 
ČAP 
P2333 
Název stupně 
zabezpečení 
Charakteristika pachatele Příklady prostorů 
1 
 Nízké riziko Předpokládá se, že narušitelé 
mají malou znalost EZS, a že 
mají k dispozici omezený 
sortiment snadno dostupných 
nástrojů. 
Obytné objekty 
s méně cennými aktivy 
2 A, B Nízké až 
střední riziko 
Předpokládá se, že narušitelé 
mají určité znalosti EZS, a že 
použijí základní sortiment 
nástrojů a přenosných přístrojů. 
Kancelářské prostory, 
obytné objekty, 
komerční prostory 
3 C, D Střední až 
vysoké riziko 
Předpokládá se, že narušitelé 
jsou obeznámeni s EZS, a že 
mají úplný sortiment nástrojů a 
přenosných elektronických 
přístrojů. 
Banky 
4 E, F Vysoké riziko Očekává se, že narušitelé mají 
podrobné zdroje pro zpracování 
podrobného plánu vniknutí a 
mají kompletní sortiment 
zařízení včetně prostředků 
umožňující nahradit rozhodující 
prvky EZS. 
Tajné archivy, muniční 
sklady 
Pomůckou při stanovení, které druhy narušení lze očekávat pro zadaný bezpečnostní stupeň, je 
tab. č. 5. Tuto specifikaci lze chápat jako ukázkové řešení zabezpečení. Při realizaci je nezbytné 
vycházet z individuálních požadavků zadavatele a jedinečnosti zabezpečovaných hodnot.  
Tab.  5: Zabezpečení dle stupně zabezpečení [7]. 
Možné narušení Stupeň 1. Stupeň 2. Stupeň 3. Stupeň 4. 
Obvodové dveře O O OP OP 
Okna 
 O OP OP 
Ostatní otvory 
 O OP OP 
Stěny 
   P 
Stropy, střechy 
   P 
Podlahy 
   P 
Místnosti T T T T 
Předměty 
(vysoké riziko)   S S 
O – otevření, P – průnik, T – nástraha, S – předmět vyžadující speciální posouzení 
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Otevření je nutné detekovat u otvorů s plochou přesahující 900 cm2, a jež jsou umístěny ve 
vzdálenosti menší než 5,5 od míst, z nichž by bylo možné vniknout do střeženého prostoru.(balkon, 
lodžie, střecha, otevřený terén). Prvkem pro detekci otevření je nejčastěji magnetický či mechanický 
kontakt. 
Detekce průnikem je se vyžaduje u otvorů větších než 900 cm2. Nejčastěji je realizována detektorem 
tříštění skla. 
Nástrahou se rozumí umístění detektorů pohybu, nebo obdobných technických prostředků. 
Rozmístění komponent systému s ohledem na tab. č. 5 pro všechny čtyři stupně zabezpečení je 
názorně zobrazeno na následujících obrázcích (legenda viz. příloha B). 
 
Obr. 26: Umístění komponentů se stupněm zabezpečení 1. 
Detekce otevřením  je u objektů se stupněm  zabezpečení 1 je realizována magnetickými kontakty. 
Použita je pouze u vstupních dveří a vrat. Dále  je použito pohybových detektorů pro všechny 
místnosti vyjma koupelny a WC.  
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Obr. 27: Umístění komponentů se stupněm zabezpečení 2. 
Objekt na obrázku 27 má stupeň zabezpečení 2. Oproti nižšímu stupni se využívá detekce otevřením 
i u okenních otevíratelných otvorů. Zabezpečení je realizováno taktéž magnetickými kontakty 
a pohybovými detektory. 
 
 
Obr. 28: Umístění komponentů se stupněm zabezpečení 3. 
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U stupně zabezpečení 3 je nutné nasadit detektory tříštění skla pro střežení oken a prosklených dveří. 
Pro detekci pohybu se používají duální detektory, kterými jsou osazeny všechny místnosti. Navíc je 
použit otřesový detektor pro střežení trezoru. Magnetické kontakty zůstávají. 
 
Obr. 29: Umístění komponentů se stupněm zabezpečení 4. 
V místnostech objektů s nejvyšším stupněm zabezpečení se používá otřesových detektorů, jako 
ochrana proti průrazů zdí a stropů. Vše ostatní zůstává jako u stupně zabezpečení 3. 
4.1.3 Bezpečnostní posouzení objektu 
Při posuzování složek rizika v systémovém návrhu jsou stavební  dispozice určujícím faktorem. 
Skutečnosti, které je nutno posoudit, jsou uvedeny níže: 
• konstrukce (konstrukce stěn, střech, podlah a sklepení), 
• otvory (okna, dveře, střešní světlíky, ventilační kanály), 
• režim provozu (přítomnost ostrahy, přístup veřejnosti), 
• držitelé klíčů (dosažitelnost držitelů klíčů schopných reagovat na činnost EZS), 
• lokalita (míra kriminality v okolí, okolní budovy usnadňující vloupání, rychlost a kvalita odezvy 
na signalizaci EZS, venkov, samota, městská zástavba), 
• stávající zabezpečení (kvalita a rozsah stávajících mechanických zabezpečení, případně 
kvalita stávajícího EZS), 
• místní legislativa (požární předpisy, jež mohou ovlivnit návrh systému EZS, konstrukce budov 
jež může ovlivnit návrh systému EZS).  
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Dále je nutné zvažovat faktory mající původ uvnitř střežených objektů. Ty je nutné zohlednit 
především při volbě typu detektorů a jejich umístění. Tyto faktory jsou ovlivnitelné uživatelem objektu. 
Jedná se o různé typy zvuků, pohybů a vibrací. Podrobněji jsou komentovány v kapitole Technické 
posouzení objektu. 
Také vně střežených objektů se vyskytuje řada faktorů, které mohou ovlivnit provoz EZS. Za faktory 
mimo střežené objekty se považují i ty, které nemůže uživatel střežených objektů ovlivnit.  Pečlivou 
volbou a rozmístěním zařízení je nutné vyloučit jejich vliv. Dále jsou uvedeny příklady podmínek, které 
mohou negativně ovlivnit provoz EZS: 
• dlouhodobě působící faktory (silnice, železnice, zemětřesení), 
• vlivy počasí (silný vítr, déšť, nadměrné blesky, minimální a maximální teploty, je nutné 
věnovat pozornost volbě zařízení, která mají technické parametry odpovídající těmto vlivům 
prostředí), 
• vysokofrekvenční rušení (blízkost vysílačů, je nutno věnovat zvláštní pozornost  odolnosti 
instalovaných zařízení proti elektromagnetickému rušení, zejména využívá-li část EZS 
bezdrátové propojení). 
Z faktorů zmíněných v této kapitole jsou významné především otvory  a vysokofrekvenční rušení. 
Otvory jsou zásadní pro určení počtu a typu použitých detektorů a vstupů ústředny. Tab. 6. 
jednoznačně specifikuje způsob, jakým je možné určit minimální počet vstupů ústředny EZS.  
Tab.  6: : Určení minimálního počtu vstupů ústředny EZS. 
Stupeň zabezpečení Výpočet minimálního počtu vstupů ústředny EZS 
1. 
dvemis pocpocvst +=  
2. 
okedvemis pocpocpocvst ++=  
3. 
okedvemis pocpocpocvst *2++=  
4. 
okedvemis pocpocpocvst *2*3 ++=  
Legenda: vst  hledaný počet vstupů ústředny,  
pocmis  počet místností, 
pocdve  počet dveřních otvorů, 
pocoke  počet okenních otvorů. 
 
Při určování počtu vstupů dle výše zmíněného výpočtu, je diskutabilní především určení počtu 
místností. Nejčastěji se volí pouze obytné místnosti. Naproti tomu je možné vynechat chodby 
a sociální zařízení. Dalším omezením je velikost místností. Jedním detektorem pohybu lze pokrýt 
prostor o rozloze 150 m2. V případě větších místností je nutné použít více detektorů na jednu 
místnost. Podobně okenní otvory nesmí překročit v žádném směru rozměr 9 m. Pokud jsou součástí 
dveří prosklené plochy větší než 900 cm2 , pak je nutné dveřní otvor klasifikovat jako otvor okenní. 
Dále následuje určení počtu a typu požadovaných detektorů. 
4 Zřizování elektronické zabezpečovací signalizace str. 38 
Tab.  7: Určení počtu a typu detektorů. 
Stupeň 
zabezpečení 
Počet 
pohybových 
detektorů 
Počet 
magnetických 
kontaktů 
Počet detektorů 
tříštění skla 
Počet otřesových 
detektorů 
1. 
mispoc  dvekripoc  0  0  
2. 
mispoc  okekridvekri pocpoc +  0  0  
3. 
mispoc  okekridvekri pocpoc +  okepoc  0  
4. 
mispoc  okekridvekri pocpoc +  okepoc  mispoc*2  
Legenda: pocmis  počet místností, 
pocdvekri  počet samostatně otevíratelných křídel dveří, 
pocokekri  počet samostatně otevíratelných křídel oken, 
pocoke  počet okenních otvorů. 
 
Při určení počtu místností a okenních otvorů platí stejná omezení jako tomu bylo při určování počtu 
vstupů ústředny.  
U stupňů 3. a 4. mohou být vyžadovány i prvky specifického charakteru ( jako např. prvky předmětové 
ochrany, tísňová tlačítka atd. ). Tyto nejsou ve výčtu obsaženy. 
S ohledem na výše uvedená omezení, je možné tento algoritmus spolehlivě použít pouze pro objekty 
se stupněm zabezpečení 1 a 2. V zhledem k rozsáhlosti průmyslových objektů nebude tento model 
zcela úspěšný ani u průmyslových objektů. Z praktického hlediska tento model zcela dostačuje pro 
určení parametrů u EZS v obytných, rekreačních a kancelářských prostorách. 
4.1.4 Klasifikace prostředí pro zařízení 
Kromě stupně zabezpečení je při výběru vhodného zařízení nutno zvážit prostředí, ve kterém budou 
jednotlivé prvky systému umístěny. Každý výrobce je povinen u výrobku stanovit odpovídající třídu 
prostředí. 
Tab.  8: Třídy prostředí [7]. 
Třída Název prostředí Popis prostředí Rozsah teplot 
I Vnitřní Vytápěná obytná nebo 
obchodní místa 
+5 °C až +40 °C 
II Vnitřní všeobecné Přerušovaně vytápěná 
nebo nevytápěná místa 
(chodby, schodiště, 
skladové prostory) 
-10 °C až +40 °C 
III Venkovní chráněné Prostředí vně budov, 
kde komponenty 
nejsou trvale vystaveny 
vlivům počasí 
(přístřešky) 
-25 °C až +50 °C 
IV Venkovní všeobecné Prostředí vně budov, 
kde komponenty jsou 
trvale vystaveny vlivům 
počasí 
-25 °C až +60 °C 
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4.1.5 Systémový návrh EZS 
Výsledkem návrhu systému je dokument zvaný systémový návrh. Je zpracován jako podklad pro 
klienta nebo zadavatele. Klient nebo zadavatel se může přesvědčit o vhodnosti EZS pro danou 
aplikaci. V této počáteční fázi je třeba získat především podklady pro vytvoření nabídky, většina 
ostatních náležitostí se specifikuje později při přípravě realizace a instalaci systému. Poskytuje prvotní 
představu o finanční náročnosti celého systému. Má obsahovat informace uvedené ve výčtu níže. Je 
nutno podotknout, že některé z těchto údajů je možno doplnit až při dalším stádiu realizace:  
• údaje o klientovi, 
• údaje o střežených objektech, 
• stupeň zabezpečení, 
• třída okolního prostředí, 
• seznam použitého materiálu (slovně, případně schématicky), 
• legislativa (shoda prvků EZS s požadavky místní či národní legislativy), 
• hlášení poplachu (typ a umístění poplachových signalizačních zařízení), 
• normy (informace o shodě EZS a jeho komponent s normami), 
• další předpisy, 
• údaje o nastavení parametrů ústředny, 
• certifikace (informace o certifikaci EZS a jeho komponentů), 
• zásah (plánovaná odezva na aktivaci poplachu nebo poruchy), 
• údržba (plánování a četnost servisních prací), 
• opravy (údaje o servisní firmě). 
4.2 Příprava realizace 
V průběhu návrhu systému je třeba dohodnut rozsah a základní vlastnosti celého systému EZS. Při 
přípravě realizace se vychází ze systémového návrhu, který je dále rozpracován dostatečně podrobně 
pro komplexní provedení montáže. V tomto kroku je nutno jednoznačně určit přesný typ a rozsah 
všech komponent systému EZS a ověřit vhodnost tohoto řešení po technické stránce. Podle rozsahu 
a složitosti systému se odvíjí také podrobnost dokumentů vznikajících při přípravě k realizaci. V tomto 
stádiu realizace by měl být proveden odhad nákladů pro skutečnou realizaci.  
4.2.1  Technické posouzení objektu 
U větších systémů je vhodné uskutečnit technické posouzení objektu, určit přesné umístění každého 
prvku systému a propojovacích kabelových tras. Následuje výčet faktorů, které se řeší při instalaci 
konkrétních prvků systému: 
1. ústředna,  
2. zálohovací akumulátor, 
3. napájecí zdroje, 
4. signál výstražného zařízení, 
5. dimenzování vedení, 
6. trasa vedení, 
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7. bezdrátové propojení, 
8. detektory pohybu, 
9. uvádění do stavu střežení a do stavu klidu. 
 
ad 1) 
Ústředna má být umístěna uvnitř střeženého prostoru v místech, které nejsou běžně přístupné 
veřejnosti. U zařízení stupně 3 a 4 se má při zapnutí kteréhokoliv subsystému do střežení současně 
zapnout i subsystém, v němž je umístěna ústředna. 
 
ad 2) 
Zálohovací akumulátor má být schopen napájet výstražné zařízení v poplachovém i v klidovém stavu 
po dobu stanovenou doporučením uvedeným v následující tabulce. 
Tab.  9: Doba zálohování [8]. 
 
Stupeň 1 Stupeň 2 Stupeň 3 Stupeň 4 
τ[h] 
Doba napájení záložním 
zdrojem(hod.), tj. 
pohotovostní doba 
12 12 60 60 
T[h] 
Maximální doba dobíjení 
alespoň na 80% kapacity 
(hod.) 
72 72 24 24 
U EZS stupňů 3 a 4, které mají poplachový přenosový systém, přenášející stav napájecího zdroje do 
PCO, je možno snížit dobu, po kterou má náhradní napájecí zdroj napájet EZS, na polovinu doby 
uváděné v tabulce 9. Příklad určení vhodného akumulátoru je podrobněji diskutován níže. 
 
ad 3) 
Zařízení se stupněm ochrany 3 a 4 musí být napájeno z rozvaděče nn samostatným výstupem. 
Napájení několika zařízení z jednoho výstupu je možné, pokud jsou zařízení umístěna v současně 
střeženém prostoru. Připojení napájení k zařízení stupně 1 a 2 je možno provést pohyblivým přívodem 
ze zásuvky rozvodné sítě. Napájecí zdroje musí být postačující jak z hlediska zatížení jak při 
normálním, tak i při poplachovém stavu. Pomůckou při stanovení potřebné kapacity základního 
i náhradního zdroje je obr. 30. Jako výchozí údaj je použit odběr EZS (společně s detektory 
a ostatními aktivními prvky) a stupeň zabezpečení.  
 
Příklad stanovení minimálních potřebných hodnot pro systém EZS s odběrem I=0,48 [A] se stupněm 
zabezpečení 2. Za těchto okolností vypočteme potřebnou kapacitu náhradního zdroje: 
C = I. τ,            (1) 
kde:  C = ? [Ah] kapacita akumulátoru, 
    I = 0,48 [A] proudový odběr, 
    τ = 12 [hod] pohotovostní doba viz. tab. 9. 
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Po dosazení: 
C = 0,48.12 = 5,76 [Ah].          (2) 
 
Potřebný proud základního zdroje získáme následovně: 
I´ = I + 0,8.C/T = I + 0,8I/T = I.(1 +  0,8/T),       (3) 
   
kde: I’ = ? [A] proud základního zdroje, 
    T = 72 [hod] doba dobíjení akumulátoru viz tab. 9.  
Po dosazení: 
I´= 0,48.(1+0,8.12/72) =0,54 [A].        (4) 
12 hod. (Stupeň 1 a 2)
30 hod.(Stupeň 3 a 4)
72 hod.(Stupeň 1 a 2)
24 hod.(Stupeň 3 a 4)
C = 5,76
I = 0,54
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Obr. 30: Kapacita a proudový odběr základního a náhradního zdroje. 
Výše uvedený způsob dimenzování zdrojů lze chápat jako idealistický. V praxi je nutno počítat jistou 
rezervu. Dále je třeba vzít v potaz, že zdroj musí být vybaven dvěma nezávislými výstupy. Jeden pro 
nabíjení náhradního zdroje, druhý pro celkový odběr systému EZS. Důvodem je skutečnost velkého 
odběru proudu při vybití. Např. akumulátor o jmenovité kapacitě 7 Ah při vybití na 50% je v režimu 
dobíjení konstantním napětím bez proudového omezení schopen odebírat ze zdroje 3,4 A. 
 
ad 4) 
Výstražná zařízení mají být umístěna na místech, ze kterých nejsou snadno dostupná, tedy tak, aby 
bylo zabráněno poškození. U stupně 3 a 4 má být zachován jistý odstup od ústředny a ovládacího 
panelu.Signalizace poplachu musí splňovat některou z variant, která přísluší danému stupni 
zabezpečení podle ČSN EN 50131-1, tak jak ukazuje tab. 10. 
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Tab.  10: Signál výstražného zařízení [8]. 
Bezpečnostní 
stupeň 1. 2. 3. 4. 
Vyhovující 
varianta a b c a b c d a b c d a b c 
Signalizační 
zařízení 2 - - 2 - - - 2 - - - 2 - - 
Signalizační 
zařízení 
s vlastním 
napájením 
- 1 - - 1 - - - 1 - - - 1 - 
První 
poplach. 
přenos. 
systém 
- - 1 1 1 1  1 1 1 1 1 1 1 
Druhý 
poplach 
přenos. 
systém 
- - - - - 1 - - - 1 - - - 1 
K danému bezpečnostnímu stupni lze přiřadit signalizační zařízení v kombinaci podle některého ze 
sloupců a, b, c případně d. Čísla 1 a 2 označují počet požadovaných zařízení, kterých je nutno použít. 
 
ad 5) 
Při dimenzování vedení je nutné posoudit zejména vliv úbytku napětí. Tento jev se stává závažný 
u systému se sběrnicovou topologií. Nyní následuje podrobný rozbor úbytku napětí na sběrnici. Pro 
naše potřeby je dostačující nalézt napětí (UR2) na nejvzdálenějším aktivním prvku (R2) od zdroje.  
Nejdříve je nutné vytvořit vhodný výpočetní model sběrnice. Jeho vhodnost posoudíme se skutečně 
naměřenými hodnotami. Pro tento účel bylo vytvořeno experimentální vedení s 5 prvky (obr. 31). 
 
Obr. 31: Model vedení. 
Legenda k obr. 31: 
R1=0,365 [Ω] odpor vedení Cu o průřezu 0,6mm délce 5m, 
R2=600 [Ω] odpor zastupující pohybový detektor (případně proud IR2=20 [mA] tekoucí 
detektorem), 
U=13,8 [V] zdroj stejnosměrného napětí , 
UR2 [Ω] hledané napětí. 
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Pro analýzu byly navrženy tři výpočetní modely o různé složitosti. Všechny jsou lineární nesetrvačné: 
• První model předpokládá, že všechny detektory (odpory R2) jsou umístěny na 
nejvzdálenějším místě od zdroje. Tento model se používá v praxi nejčastěji. 
• Druhý model předpokládá stejný proud IR2 tekoucí všemi odpory R2. Zapojení je provedeno 
dle obr. 31. 
• Třetí model předpokládá konstantní hodnotu R2. Zapojení je taktéž dle obr. 31. 
• Čtvrtý sloupec zastává skutečně naměřené hodnoty (tab. 11). 
 
Odpor vedení R1 i napětí zdroje U budeme považujeme za konstantní u všech modelů. Výsledky 
měření a výpočtů u všech výpočetních modelů pro zapojení 5 detektorů, tak jako na obr. 31, jsou 
uvedeny v následující tabulce. 
Tab.  11:  Úbytky napětí dle navržených modelů vedení. 
 
První model Druhý model 
(IR2=konst.) 
Třetí model 
(R2=konst.) 
Naměřená 
hodnota 
UR2 [V] 13,41 13,58 13,55 13,56±0,03 
Druhý a třetí výpočetní model poskytují pro experimentální vedení výsledky s postačující přesností. 
Z uvedených výsledků není dostačující nejjednodušší model. Dále se budeme zabývat výsledky, které 
poskytuje druhý výpočetní model a pokusíme se nalézt zjednodušený vztah pro použití v praxi. 
 
Druhý výpočetní model a jeho rozbor 
Úkolem analýzy je tedy získat hodnotu UR2 na nejvzdálenějším prvku od zdroje. Připomeňme, že 
stejně jako u experimentálního vedení se i zde přepokládá stejná vzdálenost mezi všemi sousedními 
prvky (L=konst.). Dále uvažujeme topologii vedení pouze s jedním „paprskem“ a předpokládáme, že 
všemi aktivními prvky prochází tentýž proud (IR2=konst.). Za těchto předpokladů se dá nalézt 
jednoduchý vztah pro napětí na posledním prvku: 
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R +=
pi
ρ  odpor vedení mezi dvěma sousedními prvky,  (6) 
ρ rezistivita jádra vedení, 
r poloměr jádra vedení, 
R0 odpor šroubového spoje, 
L délka vedení mezi sousedními aktivními prvky, 
U napětí zdroje, 
IR2 absolutní hodnota proudu tekoucího aktivním prvkem, 
N počet aktivních prvků, 
X 1 pro jednoduché vedení, 2 v případě dvojnásobného vedení, tj. namísto 
odporu R1 je řazena kombinace paralelního zapojení dvou odporů R1. 
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Pro ilustraci a vytvoření si jisté představy jsou uvedeny výsledky pro testovaný soubor vedení s jedním 
až třiceti prvky, a to pro čtyři různé typy vedení. Pro výpočet byly použity následující hodnoty: 
R0=0,05 [Ω], 
ρ=0,0178 [µΩ.m], 
L=5 [m], 
X=1 nebo 2, 
N=30, 
IR2=20 [mA], 
U=13,8 [V], 
r=0,3 [mm], případně 0,4[mm] viz. komentář grafu. 
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Obr. 32: Úbytky napětí na vedeních „sběrnicového“ typu. 
Většina aktivních prvků je schopna správné funkce pro napětí mezi 10 až 15 [V]. Při této topologii 
dojde k překročení přípustných mezí pro nezdvojený kabel o průměru 0,6mm již u 23. prvku. Je 
vhodné také upozornit, že zdvojený kabel 2x0,6mm a kabel 0,8mm vykazují podobných parametrů. 
Tento výpočet nám může v některých případech napomoci při volbě parametrů vhodného vedení. Při 
montáži se dá ušetřit nemalé množství času tím, že nebude provedeno zdvojení kabelů v případech, 
kdy to není bezpodmínečně nutné. 
 
ad 6) 
Je nutné věnovat zvýšenou pozornost trasy vedení tak, aby bylo zabráněno nežádoucím induktivním 
vazbám od ostatních silových či datových kabelů. 
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ad 7) 
Je nutno posoudit umístění antén tak, aby byla zajištěna spolehlivá komunikace. K tomu je nutné se 
vyvarovat zejména rušení od jiných vysokofrekvenčních zařízení a stínění kovových předmětů. 
 
Shrneme-li body 6 a 7, získáme způsob jakým lze určit vhodný typ propojení detektorů s ústřednou. 
Tab.  12: Způsob propojení detektorů s ústřednou. Je-li pro daný rušivý faktor v příslušném sloupci 
symbol x, pak není možné tento způsob propojení použít. 
Rušivý faktor Analogové 
propojení 
Datové 
propojení 
Bezdrátové 
propojení 
Elektromagnetické rušení (výbojky, 
souběhy kabelů, generátory a motory řízené 
pomocí vysokofrekvenčních měničů. 
 x  
Vysokofrekvenční rušení, případně velké 
kovové předměty (stěny, přepážky) 
  x 
 
ad 8) 
Při volbě vhodného typu detektoru pohybu je nutné se vyvarovat následujícím rušivým vlivům: 
• vodovodní potrubí (mikrovlnné detektory mohou reagovat na pohyb vody v plastových 
potrubích), 
• vytápění, vzduchotechnika a klimatizace (negativním vlivem jsou turbulence vzduchu na něž 
můžou reagovat detektory), 
• výtahy (vibrace), 
• zdroje světla (zářivky mohou rušit mikrovlnné detektory, halogenové světla a reflektory jsou 
zdrojem vysoké hladiny elektromagnetického rušení a po nasměrování na čočku pasivního 
infračerveného detektoru pohybu způsobují „planý poplach“, infrapasivní detektory pohybu 
mohou reagovat také vlivem  světlometů vozidel), 
• elektromagnetické rušení (rušení vniká do EZS prostřednictvím napájecích nebo signálních 
vedení, případně tato vedení působí jako přijímací antény vyzařovaného rušení, nejčastějšími 
zdroji rušení jsou: zařízení používající  výbojkové prvky, elektrické svařovací soupravy, 
elektrické generátory a motory), 
• vnější zvuky (toto rušení se uplatňuje při použití ultrazvukových detektorů, zařízením která 
jsou schopna generovat zvuky v přibližně stejném frekvenčním pásmu jsou nejčastěji telefonní 
zvonky a kompresory), 
• domácí zvířata a škůdci ( toto rušení se projevuje zejména u detektorů pohybu, je možné je 
eliminovat použitím speciálních čoček), 
• pohyb vzduchu (nejcitlivější jsou ultrazvukové a pasivní infračervené detektory, příčiny jsou 
nejčastěji ve špatném utěsnění dveří a oken), 
• uspořádání skladovaných předmětů (zastínění zorného úhlu detektoru). 
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Shrneme-li výše zmíněná omezení a vlastnosti detektorů z kapitoly 3.4.1 do tabulky, získáme 
přehledný způsob, pomocí kterého lze zvolit vyhovující typ pohybového detektoru. 
Tab.  13: Způsob výběru detektorů. Pokud je v objektu daný rušivý faktor, pak nelze použít detektory, 
u nichž se vyskytuje symbol x. 
Rušivý faktor Infrapasivní 
detektor 
Mikrovlnný 
detektor 
Ultrazvukový 
detektor 
Duální 
detektor 
(PIR+MW) 
Vodovodní potrubí z plastů 
 x   
Tepelné, ventilační a 
klimatizační systémy 
(turbulence vzduchu) 
x  x  
Zářivkové osvětlení 
 x   
Halogenová světla x    
ad 9) 
Uvádění do stavu střežení a do stavu klidu má být indikováno akustickou či optickou signalizací, např. 
na klávesnici či informačním tablu. Pokud v této době některý z detektorů indikuje narušení, pak by 
nemělo být možné systém uvést do stavu střežení. 
 
Další aspekty, které je nutno brát v úvahu, jsou uváděny výrobcem. 
4.2.2 Zpřesněný systémový návrh 
Zpřesněný systémový návrh je dokument, jež vychází ze systémového návrhu. Rozsahem 
i podrobností zpracování se liší v závislosti na požadavcích zadavatele, rozsahu a stupni zabezpečení 
celého systému. Vhodnost navržených komponent je nejčastěji ověřena při osobní prohlídce 
zabezpečovaného objektu. Přitom jsou brány v úvahu aspekty zmíněné v kapitole technické 
posouzení objektu. Podle konstrukce objektu je navrženo vedení kabelových tras a následně 
zakresleno do výkresové dokumentace. Dále je vhodné podrobně zvážit vzájemnou kompatibilitu 
všech prvků systému. Zpřesněný systémový návrh by měl být postačujícím podkladem pro provedení 
montáže. Výkresová dokumentace spolu se zpřesněným systémovým návrhem a rozpisem materiálu 
se obvykle souhrnně nazývají projektovou dokumentací pro provedení stavby (prováděcí 
dokumentace). 
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4.3 Instalace systému 
Instalace systému je proces fyzického budování daného zařízení. Výsledkem instalace je plně funkční 
systém vypracovaný do stádia určeného k předání uživateli. 
4.3.1 Montáž EZS  
Do této etapy jsou zahrnuty všechny činnosti od převzetí staveniště až po předání systému ke 
kontrole po montáži. Vstupem je projektová dokumentace (výkresová část, systémový návrh a rozpis 
materiálu). Výstupem je namontovaný systém EZS, schopný výchozí kontroly a revize.  
Při samotné montáži ústředny, napájecích zdrojů, výstražných zařízení a detektorů, je nutné dodržet 
zásady uvedené v části technické posouzení objektu a dodržet výrobcem stanovené postupy. S těmito 
zásadami musí být seznámeny všechny osoby provádějící montáž, neboť není možné v systémovém 
návrhu popsat instalaci jednotlivých komponent do nejmenších detailů.  
Dále je nutné věnovat velkou pozornost instalaci kabelových rozvodů: 
1. barvy vodičů, 
2. napojování kabelů a vodičů, 
3. souběh se silovými a jinými vedeními, 
4. způsoby doporučených vedení kabelových tras: 
5. instalace v elektroinstalačních trubkách pod omítkou, 
6. instalace kabelů v trubkách po povrchu (nejčastěji v průmyslových objektech), 
7. instalace v instalačních lištách, 
8. instalace kabelových rozvodů v omítce (tento typ instalace již není obecně doporučován), 
9. kombinované způsoby instalace. 
 
ad 1) 
Napájecí žíly je nutné označovat následovně (červená +, černá případně modrá -). Ostatní není 
specifikováno. 
 
ad 2) 
Všechny kabely systému EZS se mohou napojovat a větvit pouze v rozbočovacích krabicích, které 
jsou opatřeny sabotážním kontaktem proti otevření (kromě systémů stupně zabezpečení 1). V úvahu 
přichází také napojování vodičů v jiných komponentech systému, které obsahují sabotážní kontakt 
(čidla). Spojení musí být provedeno pomocí šroubových svorek uspořádaných do svorkovnic, 
případně pomocí pájených spojů. 
 
ad 3) 
Pro správnou funkci EZS je nutné eliminovat, nebo alespoň v maximální míře redukovat souběžné 
vedení se silovými a jinými kabely. Míra náchylnosti je určena specifickými požadavky výrobce 
daného systému, a proto je nutné brát v úvahu. 
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4.3.2 Prohlídka EZS 
Jedná se o prohlédnutí EZS za účelem zjištění fyzického stavu. Obvykle se provádí, pokud je zařízení 
bez napětí. Cílem je zjištění souladu se systémovým návrhem (projektem), zaznamenání odchylek od 
návrhu, případně zdokumentování změn během realizace díla. Následuje výčet faktorů jež jsou 
předmětem prohlídky po montáži: 
prvky EZS: 
• volba prvků s ohledem na stanovené prostředí, 
• soulad s projektem, 
• mechanické a estetické provedení montáže, 
přenosové trasy: 
• smyčková vedení (soulad s projektem, ochrana propojovacích krabic proti sabotáži), 
• síťová napájecí vedení (posouzení je až obsahem výchozí revize), 
ústředna EZS: 
• propojení ústředny a instalovaných zdrojů, 
• propojení se signalizačními a poplachovými zařízeními, 
• značení a adresace smyček a kabelů s ohledem na výkresovou dokumentaci. 
4.3.3 Dokumentace skutečného stavu 
Výsledky prohlídky, zejména změny a odchylky od původního návrhu jsou zaznamenány do 
projektové dokumentace. Tím vzniká dokumentace skutečného stavu, která je jedním z podkladů pro 
provedení výchozí revize a podkladem pro provedení funkčních zkoušek po montáži. 
4.3.4 Výchozí revize 
Každá elektrická instalace musí být během výstavby a nebo po dokončení, před tím, než je uživateli 
uvedeno do provozu, revidováno. Povinnost provést výchozí revizi má dodavatelská organizace 
osobou s příslušnou elektrotechnickou kvalifikací ve smyslu vyhlášky 50/1978 Sb..  
Předmětem výchozí revize jsou nové přívody a připojení napájecích zdrojů ústředen a případně 
samostatných napájecích zdrojů instalovaných v EZS k elektrické síti. V případě montáže a připojení 
EZS k napájecí síti beze změny jištění se výchozí revize neprovádí. Dále se za nová ani 
rekonstruovaná zařízení nepovažuje rozšíření elektrického obvodu nn, které nevyžaduje změnu 
jištění. V případech připojení pohyblivým přívodem, jež může být součástí ústředen ve stupni 1 a 2, se 
výchozí revize taktéž neprovádí. 
Výsledkem výchozí revize je revizní zpráva. 
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4.3.5 Funkční zkoušky EZS 
Funkční zkoušky se provádí po provedení výchozí revize. Účelem funkčních zkoušek je ověření 
správné funkce celého systému EZS v souladu se systémovým návrhem. Při revizi se provádí 
následující činnosti: Kontrola správnosti funkce, optimální nastavení, eventuálně měření: 
• všech detektorů, jiných vstupních zařízení (nastavení dosahu nebo pokrytí, vypnutí optické 
signalizace), 
• všech výstupních, výstražných a doplňkových zařízení (sirény, komunikátory, měří se doba 
zpoždění, sepnutí, akustického tlaku), 
• všech přenosových, vyhodnocovacích a řídících jednotek, kontrola reakce těchto jednotek na 
všechny v systému povolené podněty (kontrola programu ústředny EZS), 
• všech instalovaných základních i náhradních zdrojů napájení, měření odběru zařízení při 
odběru na síťový zdroj, výpočet a ověření provozu na náhradní zdroj (zda odpovídá 
požadované době, stupni zabezpečení), 
• zkouška kompletního systému, včetně odzkoušení dálkového přenosu informace na místa 
určení (např. na PCO či GSM: vypnutí, zapnutí, porucha, poplach). 
4.3.6 Zaškolení obsluhy 
Je žádoucí, aby byl každý uživatel seznámen se způsobem ovládání zabezpečovacího systému. 
Všichni musí být seznámeni se způsobem uvedení systému do střeženého stavu a s odstřežením 
systému (uvedením do stavu klidu). Dále je nezbytné informovat obsluhu o způsobu reakce při 
vyvolání „planého poplachu“. 
Někteří uživatelé získají zvýšená práva, jsou to tzv. správci systému (někdy též master či manager). 
Tito mají též možnost programovat primární vlastnosti systému, jako jsou např.: 
• přidělování uživatelských oprávnění, 
• přidělení práv technikovi (Engineer), 
• vynechání vstupu (např. programové vyřazení detektoru z provozu), 
• nastavení času, data. 
Pro tuto skupinu obsahuje zaškolení i způsob o programování výše zmíněných parametrů. Práva jsou 
obecně různá pro odlišné systémy. Rozsah s jakým jsou „seznámeni“ se systémem záleží na jejich 
technické zdatnosti a vlastních potřebách. Správce Obdrží též uživatelský manuál k systému. 
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4.3.7 Předávací protokol a provozní kniha 
Při závěrečném předání díla do užívání zadavateli se jako součást systému předá provozní kniha 
spolu s předávacím protokolem. Provozní kniha je dokument jež má standardní formát. Tento 
předtištěný dokument slouží k záznamům o změnách systému v průběhu celého provozu, výchozím 
stavu, seznamu všech prvků, provedených revizích. Nezbytnou součástí předávky je předávací 
protokol. Předtištěný, nevyplněný může být součástí provozní knihy či jako samostatný dokument. 
Zpravidla obsahuje: 
• jméno přebírající osoby, 
• předmět díla, 
• místo umístění díla, 
• rozsah díla (rozpis zařízení), 
• výsledky a datum zkoušek, 
• jména osob, jež absolvovaly zaškolení, 
• záruku na dílo, 
• údaje o organizaci zajišťující záruční a pozáruční servis, 
• dodatky.
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5 Algoritmizace návrhu elektronické zabezpečovací 
signalizace 
5.1 Struktura návrhu EZS 
Návrhu elektronických zabezpečovacích systémů je věnována pozornost v kapitole Zřizování 
elektronické zabezpečovací signalizace. Automatizování těchto procesů v teoretické rovině je 
obsaženo v téže kapitole. 
S ohledem na míru složitosti a potřebu individuálního přístupu není možné dosáhnout 
algoritmizovaným řešením návrhu až do stádia výkresové dokumentace. Avšak při tvorbě 
systémového návrhu je algoritmický přístup zcela dostačující, a proto bude věnována pozornost tvorby 
návrhu pouze do stádia systémového návrhu.  
Podle systémového návrhu obsahuje algoritmické řešení tyto náležitosti: 
• bezpečnostní stupeň,  
• popis požadavků kladených na EZS,  
• výběr vyhovujících prvků EZS,  
• určení kapacity náhradního a základního zdroje a výběr vyhovujícího zdroje. 
Následují diagramy na kterých je vytvořena aplikace automatizující návrh EZS. Hlavní vývojový 
diagram zobrazující sled procesů, kterými procházíme při použití aplikace popisuje obr. 33. 
Bezpečnostní
posouzení objektu
a zabezpečených
hodnot.
Určení stupně
zabezpečení.
Určení
parametrů
hledaného
systému.
Technické
posouzení
objektu.
Určení prvků
systému.
Ověření
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náhradního a
základního
zdroje.
Stupeň
zabezpečení.
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hledaného
systému.
Konkrétní
systém
EZS.
Kapacita
náhradního
a
základního
zdroje.
Start.
Konec.Koncový bod,
Legenda:
Vstupní údaje,
Složený proces,
Proces,
Výstupní
údaje.
Určení
náhradního
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Náhradní
zdroj.
Rekapitulace
všech prvků
EZS.
 
Obr. 33: Souhrn modulů aplikace 
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Následuje podrobnější popis jednotlivých částí hlavního diagramu. Podrobnější pohled na určení 
stupně zabezpečení a vše s tím související poskytuje obr. 34. 
 
Zadání hodnot do
třídy Stupen.
Údaje popisující daný objek a
střežený majetek (viz. tab. 3).
Určení odpovídající míry
objektu s jednotlivými stupni
zabezpečení.
Určení stupně zabezpečení.
Spuštění aplikce
Výběr stupně zabezpečení,
který nejlépe odpovídá
objektu.
Proměnná
vyslednyStupen.
Metoda nacDat
třídy Stupen.
Metoda vybMax
třídy Stupen.
 
Obr. 34: Určení stupně zabezpečení. 
Stupeň zabezpečení je první výstupní parametr, který je taktéž jedním ze vstupních parametrů všech 
dalších procesů. 
Jako další je nutné určit požadavky kladené na systém EZS. Vychází se z technickho posouzení 
objektu. Vše s tímto procesem související je na obr. 35. Výsledkem jsou požadované vlastnosti 
ústředny EZS ( počet vstupů, způsob propojení ústředny s detektory, typ detektorů pohybu). 
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Zadání vstupních
hodnot třídy
HledanySystem
Technické a prostorové
proporce popisující
posuzovaný objekt.
Podrobněji viz. tab. 6, 7,
12,13.
vyslednyStupen
Určí požadovaný počet vstupů ústředny
EZS (viz. tab. 6, 7).
Metoda nalVst
třídy
HledanySystem
 Proměnná
pocVst
Požadovaný počet vstupů
ústředny EZS.
Metoda nalDet
třídy
HledanySystem
Určí jaký typ detektorů je
možné použít (viz. tab. 13).
Proměnné
mw
pri
ult
dua
Určeno zda lze použít
mikrovlnné, infrapasivní,
ultrazvukové či duální
detektory pohybu.
Metoda nalPro
třídy
HledanySystem
Určí jaký způsob propojení
detektorů s ústřednou lze
použít (viz. tab. 12).
Proměnné
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id
bez
Určeno zda lze použít
analogové, datové či
bezdrátové propojení
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Obr. 35: Požadavky na hledaný systém v závislosti na stupni zabezpečení a technickém posouzení 
objektu. 
Máme-li k dispozici stupeň zabezpečení a požadované parametry hledaného systému, je možné 
přistoupit k výběru konkrétních prvků systému EZS (viz. obr. 36). Jedná se o programově nejsložitější 
část aplikace.  
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databaze {Ust []}
Metoda posVho
HledanySystem
porUst=0
Databáze ústředen systémů
EZS.
porUst++
Nevyhověl
Porovnání požadavků
hledaného systému s
ústřednou v databázi (počet
vstupů, bezpečnostní
stupeň).
Ust[HleSys.porUst]
Nesouhlasím  - vyber další
Schválení vybrané ústředny
uživatelem.
Požadované vlastnosti
systému dle technického
posouzení objektu.
databaze {Kla[]}
Metoda nalKla
porKla=0
Databáze klávesnic různých
systémů EZS.
porKla++
Nevyhověla
Porovnání požadavků
hledaného systému s
klávesnicí v databázi
(kompatibilita s ústřednou,
stupeň zabezpečení).
Kla[HleSys.porKla]
Nesouhlasím  - vyber další
Schválení vybrané
klávesnice uživatelem
Souhlasím - veber klávesnici
databaze {Det[]}
Metoda nalDet
porDet=0
Databáze detektorů různých
výrobců.
porDet++
Nevyhověl
Porovnání požadavků
hledaného systému s
detektorem v
databázi(kompatibilita s
ústřednou, bezpečnostní
stupeň, typ detektoru).
Det[HleSys.porDet]
Nesouhlasím  - vyber další
Schválení vybraného
detektoru uživatelem.
Ust[HleSys.porUst]
Kla[HleSys.porKla]
Det[HleSys.porDet]
DetSkl[HleSys.porDetSkl]
Mag[HleSys.porMag]
Vyhovující ústředna,
klávesnice, pohybový
detektor,detektor tříštění skla
a magnetický kontakt.
Pozice určující ústřednu v
databázi ústředen.
Zvol další prek z databáze.
databaze
{DetSkl[]}
Metoda nalDetSkl
porDetSkl=0
Databáze detektorů tříštění
skla různých výrobců.
porDetSkl++
Nevyhověl
Porovnání požadavků
hledaného systému s
detektorem v
databázi(kompatibilita s
ústřednou, bezpečnostní
stupeň, potřeba použití
detektoru).
DetSkl[HleSys.porUst];
Nesouhlasím  - vyber další
Schválení vybraného
detektoru uživatelem.
Souhlasím - vyber detektor tříštění skla
Souhlasím
Souhlasím - vyber detoktory pohybu
databaze {Mag[]}
Metoda nalMag
porMag=0
Databáze Magnetických
kontaktů.
porMag++
Nevyhověl
Porovnání požadavků
hledaného systému s
detektorem v
databázi(kompatibilita s
ústřednou, bezpečnostní
stupeň, typ detektoru).
Mag[HleSys.porUst];
Nesouhlasím  - vyber další
Souhlasím - Vyber magnetické kontakty
 
Obr. 36: Výběr vyhovujících prvků systému. 
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V okamžiku, kdy je vybrán konkrétní systém, je nutné ověřit dimenzování zdroje, který je integrován 
v ústředně. Tento proces je znázorněn na obr. 37. 
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Vyhovující ústředna,
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Doba dobíjení
akumulátoru
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Zdroj integrovaný v ústředně je dostačující.
Rekapitulace
všech prků
systému EZS
databaze {Zdr[]}
Metoda nalZdr
porZdr=0
Databáze zdrojů.
porDetSkl++
Nevyhověl
Porovnání požadavků na
zdroj, se zdrojem v databázi.
Zdr[HleSys.porZdr];
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Schválení vybraného zdroje
uživatelem.
 
Obr. 37: Výpočet kapacity zdroje, a případný výběr náhradního zdroje. 
V závislosti na velikosti systému a výkonu zdroje integrovaného v ústředně je rozhodnuto o použití 
náhradního zdroje. Pokud je náhradní zdroj nutný, bude vybrán z databáze podobně jako ostatní 
prvky systému. Na závěr je provedena rekapitulace všech součástí systému a výsledné ceny za 
zařízení. 
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5.2 Prezentační část 
5.2.1 Popis modulů aplikace 
Pro tvorbu aplikace je vybráno vývojové prostředí JAVA®. Grafické uživatelské rozhraní je vytvořeno 
pomocí API Swing. Moduly aplikace jsou realizovány příslušnými záložkami JTabbedPane. Moduly 
představují jistý proces, kterým procházíme při návrhu systému:  
1. Bezpečnostní posouzení 
2. Stupeň zabezpečení 
3. Technické posouzení 
4. Vlastnosti systému 
5. Systém 
6. Zdroj 
7. Rekapitulace 
 
ad 1) 
Zde dochází k bezpečnostnímu posouzení objektu a zabezpečovaných hodnot. Uživatel označí 
odpověď na jednotlivé otázky. Není bezpodmínečně nutné zodpovědět všechny otázky. Pro zobrazení 
výsledků je nutné potvrdit tlačítko „Započti“. 
Mechanismu, dle kterého je určen stupeň zabezpečení je popsán tab. č. 3.  
 
ad 2) 
Na této záložce je zobrazen vygenerovaný stupeň zabezpečení. Pokud uživatel souhlasí ponechá 
tento stupeň, jinak volí stupeň dle svého uvážení. Tlačítkem „Započti“ opět potvrdí volbu. 
 
ad 3) 
Záložka „Technické posouzení“ slouží k zadání rozsahu objektu a určení rušivých vlivů.  
Mezi místnosti se nezapočítávají sociální zařízení, chodby a prostory, které nevyžadují střežení. 
Výpočet vstupů je taktéž závislý od stupně zabezpečení zadaného na předchozí záložce. Odpovídající 
algoritmus výpočtu je v tab. č. 6. Podobně počet detektorů je určen tab. č. 7.  
Na základě rušivých vlivů se určuje způsob propojení detektorů s ústřednou (tab. č. 12.) a typ 
vyhovujících detektorů (tab. č. 13.). Pozornost musí být věnována jen vlivům, jejichž působení se 
projevuje ve střeženém stavu. 
Po započtení se přejde ke zobrazení vygenerovaných výsledků. 
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ad 4) 
Na záložce „Vlastnosti systému“ je určeno zda je vyhovující bezdrátové, datové či analogové 
propojení detektorů s ústřednou.  
Minimální požadovaný počet vstupů ústředny odpovídá počtu použitých detektorů. Výjimku tvoří 
magnetické kontakty. Pokud má dveřní či okenní otvor více samostatně otevíratelných křídel, pak jsou 
všechny napojeny na tentýž vstup. 
Ze souboru infrapasivních, mikrovlnných, ultrazvukových a duálních jsou ponechány jen ty, jež jsou 
odolné vůči rušivým vlivům. 
Stiskem na tlačítko „Vyber systém“ se vše odsouhlasí. 
 
ad 5) 
Na záložce „Systém“ si uživatel vybírá konkrétní prvky systému. Aplikace umožňuje vyhodnotit 
vyhovující ústřednu, klávesnici, detektory pohybu, detektory tříštění skla a magnetické kontakty.  
Výběr je nutné začít ústřednou. Stiskem tlačítka „Další“ se zobrazí vždy další vyhovující prvek, až do 
okamžiku, kdy se uživatel dostane na poslední prvek v databázi. Poté se může vrátit pomocí tlačítka 
„Předchozí“ na předešlé prvky databáze. Kritérii hodnocení jsou stupeň zabezpečení ústředny, způsob 
propojení ústředny s detektory a počet vstupů.  
Dále se volí klávesnice. Je hodnocen stupeň zabezpečení klávesnice a kompatibilita s ústřednou. 
U detektorů pohybu je provedena kontrola stupně zabezpečení detektoru, potřeba použití, 
kompatibilita s ústřednou, typ detektoru je porovnán s rušivými vlivy. Naproti tomu není ověřena 
velikost místnosti a detekční rozsah detektoru. Maximální prostor krytý jedním detektorem je okolo 
150 m2. Toto se projeví zejména u hal a rozsáhlých průmyslových objektů. U obytných prostorů toto 
omezení není významné.  
U detektorů tříštění skla se ověřuje stupeň zabezpečení detektoru, potřeba použití a kompatibilita 
s ústřednou. 
Podobně jako u detektorů tříštění skla se postupuje i v případě magnetických kontaktů. 
Na závěr je nutné vše odsouhlasit stiskem tlačítka „Vyber zdroj“. 
U vyšších stupňů zabezpečení (3 a 4) se v praxi používají i detektory se specifickým účelem (tísňová 
tlačítka, otřesové detektory, trezorové zpožďovací zámky, záplavové detektory, kouřové detektory, 
prvky perimetrické ochrany). Zde je jistý omezující faktor. Z tohoto důvodu se aplikace stává plně 
funkční pro objekty se stupněm 1 a 2. Do těchto stupňů spadají téměř všechny rodinné domy 
a většina soukromých objektů. 
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ad 6) 
Prvky EZS zadané na předchozí záložce jsou automaticky započteny, jejich proudový odběr se stává 
vstupními parametry pro modul dimenzování zdroje – „Zdroj“. Vstupní hodnoty je možné upravit podle 
individuálních požadavků. Stisknutím tlačítka „Vypočítej“ dojde k výpočtu potřebné kapacity 
akumulátoru a proudového výkonu náhradního zdroje. Hodnota napětí obou prvků je 13,8 V. Taktéž 
dojde k ověření potřeby použít náhradní zdroj. Je tedy porovnán proudový výkon náhradního zdroje se 
zdrojem integrovaným v ústředně EZS. Výpočet probíhá dle kap. 4.2.1 ad 2). Pokud je potřeba použít 
náhradní zdroj, uživatel vybere zdroj podobně jako předchozí prvky. Rekapitulace souhrnu potřebného 
materiálu pro zabezpečení se zobrazí po stisku tlačítka „Započti“. 
 
ad 7) 
Závěrem je zobrazen souhrn potřebného materiálu i s výslednou cenou. Součástí rekapitulace není 
signalizační zařízení, akumulátory, drobný instalační materiál a náklady na provedení montáže. 
 
Integrace celého postupu do elektronické podoby je velmi obsáhlá. Zjednodušení návrhu přináší jistá 
omezení. Stupeň zabezpečení a požadavky na hledaný systém jsou vygenerovány spolehlivě pro 1. 
a 2. stupeň. Databáze prvků obsahuje jen základní typy detektorů. Prvky pokrývají pouze objekty 
s nízkým výskytem rušení, i přesto je aplikace zcela dostačující pro spolehlivé pokrytí všech obytných 
prostorů (rodinné domy, byty, kanceláře, úřady, restaurační zařízení). 
5.2.2 Příklad použití aplikace 
Následuje praktický příklad využití aplikace na hypotetickém objektu. Jedná se o novostavbu 
přízemního rodinného domu. Půdorys je na obr. 38.  
 
 
Obr. 38: Půdorys hypotetického objektu. 
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V domě bydlí rodina se dvěmi dětmi. Rodina má průměrný příjem (celkem 40 tis. Kč.). Ve vlastnictví je 
osobní automobil, elektronika (LCD televizor, stolní PC, přenosný počítač, mobilní telefony), 
kuchyňské spotřebiče, několik zlatých šperků, nábytek, drobné stroje pro údržbu zahrady, hotovost do 
výše 10 tis. Kč, kreditní karty. 
Objekt je lokalizován v nově budované zástavbě na okraji menší vesnice. Vesnice se nachází poblíž 
velkoměsta.  
Odpovídající posouzení (kap. 5.2.1 ad 1)) objektu a střežených hodnot je na obr 39.  
 
Obr. 39: Bezpečnostní posouzení objektu. 
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Na základě těchto údajů je vygenerován stupeň zabezpečení 2 (obr. 40.). 
 
Obr. 40: Stupeň zabezpečení. 
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S ohledem na půdorys hypotetického domu odpovídá rozsah objektu hodnotám na obr. 41. Jelikož se 
jedná o standardní rodinný dům, nepředpokládá se výskyt žádných rušivých vlivů. 
 
Obr. 41: Rozsah objektu a výskyt rušivých vlivů. 
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Minimální počet vstupů ústředny je 18. V objektu nejsou žádné rušivé vlivy, proto je možné použít 
jakýkoliv způsob propojení ústředny a detektorů a všechny druhy detektorů pohybu (obr. 42). 
 
Obr. 42: Požadavky kladené na hledaný systém. 
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Uživatel se rozhodne například pro variantu analogové ústředny Esprit 748+. Následně volí vždy 
nejlevnější vyhovující prvky. S ohledem na stupeň zabezpečení není třeba použít detektory tříštění 
skla (obr. 43). 
 
Obr. 43: Výběr vyhovujících prvků EZS. 
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Po započtení je nutné ověřit dimenzování zdroje integrovaného v ústředně se skutečným odběrem 
systému. Uživatel stiskne pouze tlačítko “Vypočítej”, vše ostatní je automaticky doplněno dle 
vybraných prvků. V tomto případě je zdroje ústředny dostatečný (obr. 44) a uživatel přechází 
stisknutím  “Započti” na celkový souhrn materiálu. Vygenerované výsledky se opírají o postup 
zmíněný v kap. 4.2.1 ad 2). Při srovnání s postupem, který je v současnosti používán v praxi (Příloha 
B – ENERGETICKÁ ROZVAHA) se vygenerované hodnoty mírně vyšší, v tomto případě se do 
celkové spotřeby započítá i dobíjení akumulátoru a naopak se nerozlišuje poplachový stav systému. 
Tento postup je správný pro případ, kdy nejsou odděleny obvody pro dobíjení akumulátoru a obvod 
pro napájení ostatních zařízení. Ovšem v obou případech jsou vyvozené závěry totožné, tj. je volen 
akumulátor s kapacitou 2,3 Ah a výkon zdroje integrovaného v ústředně je podle obou výpočtů 
dostatečný. 
 
Obr. 44: Posouzení energetické náročnosti. 
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Závěrem je zobrazena rekapitulace všech použitých prvků a výsledné sumy (obr. 45). Dosažené 
výsledky jsou téměř ideální. Porovnání vygenerovaného počtu použitých prvků EZS (obr. 45) a počtu 
prvků při ukázkovém zabezpečení dle standardního postupu při návrhu(Příloha B – SEZNAM 
POUŽITÉHO MATERIÁLU) v příloze B jsou identické. Souhlasí počet vstupů ústředny i typ a počet 
jednotlivých komponent systému. Navíc přibývá kabeláž, akumulátor a lokální výstražné zařízení. Tyto 
prvky nejsou automatizovaným způsobem návrhu určeny. 
 
Obr. 45: Rekapitulace zařízení a výsledná cena. 
5 Algoritmizace návrhu elektronické zabezpečovací signalizace str. 66 
Poznámka za účelem srovnání cen systémů různých typů: 
Pokud by se uživatel při výběru ústředny rozhodl pro systém datového propojení ústředny s detektory 
(EVO48PCP) a dále volil vždy nejlevnější vyhovující prvky, dospěje k těmto nákladům za zařízení 
(obr. 46). 
 
Obr. 46: Tentýž objekt zabezpečený ústřednou sběrnicového  typu. 
5 Algoritmizace návrhu elektronické zabezpečovací signalizace str. 67 
Rekapitulace ceny bezdrátového systému (ústředna MG5050) a příslušenství je na obr. 47. 
 
Obr. 47: Tentýž objekt zabezpečený bezdrátovým systémem. 
Aplikace nám poskytne velmi rychle přehled o cenách jednotlivých systémů. Nejlevněji vychází 
náklady na zařízení u analogového systému, dále pak u datového a nejdražší je bezdrátový systém.  
Proti nákladům na zařízení jsou následné výdaje na instalaci systému. Nejdražší je montáž 
analogového systému a poté systému datového. Instalace bezdrátového systému nevyžaduje žádnou 
kabeláž a většina uživatelů je schopná provést instalaci samostatně. Zde jsou náklady na instalaci 
téměř nulové.  
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6 Závěr 
V zadání práce bylo stanoveno popsat principy a techniky elektronického zabezpečení objektů a 
standardizaci související s tímto zabezpečením. Na tomto základě navrhnout metodiku řešení 
elektronického zabezpečení objektů, která by v budoucnu měla umožnit maximální automatizaci 
souvisejících projekčních prací. Praktickou použitelnost navržené metodiky pak doložit na návrhu 
zabezpečení vybraného hypotetického objektu.  
Práce je věnována legislativním požadavkům a technickým vlastnostem objektů, dle kterých je možné 
postupovat při návrhu zabezpečovacího systému. Dále je popsána architektura systému EZS. 
Jednotlivé komponenty jsou řešeny podrobně s důrazem kladeným na technické vlastnosti  a oblast 
jejich použití. Metodika navržená za účelem zřizování systému EZS je založena na technických 
omezeních jednotlivých prvků EZS a souvisejících legislativních požadavcích. Zde popsaný způsob 
budování zabezpečovacího systému odpovídá časovému sledu procesů, při němž je postupováno 
v praxi. Přitom nejsou opomenuty žádné aspekty, kterým je nutné při návrhu věnovat pozornost.  
Popsaná metodika se taktéž stává základním podkladem pro metodu algoritmizovaného návrhu EZS. 
Kombinací normativních požadavků pro návrh EZS, technických parametrů prvků EZS a vlastní 
praktické zkušenosti s návrhem a instalací EZS vznikla metodika projektování těchto systémů, jež 
daný proces automatizuje. Pomocí této metodiky lze dosáhnout návrhu zcela bez znalosti 
problematiky zabezpečovacích systémů. Je navržen způsob vygenerování stupně zabezpečení, 
určení požadovaného typu ústředny, typu a počtu dalších komponent EZS. Dále je popsána ucelená 
metoda určení výkonu zdroje a kapacity akumulátoru.  
Taktéž je navržen model vedení pro výpočet úbytků napětí na vedeních sběrnicového typu. Pro tento 
model je následně nalezen zjednodušený výpočet, který lze snadno a rychle použít při dimenzování 
parametrů vedení. Tato metoda je porovnána s přesným výpočtem, který se dnes používá při návrhu 
EZS a s experimentálně získanými hodnotami na laboratorně sestaveném modelu vedení. Výsledky 
navržené metody pro výpočet úbytků napětí poskytují přesnější hodnoty ve srovnání s dnes v praxi 
používaným výpočtem. 
Celý proces algoritmizovaného návrhu je implementován do programové podoby.  Navíc je sestavena 
databáze prvků systému EZS. Dle programově vygenerovaných parametrů na požadovaný systém, je 
z databáze vybrán konkrétní vyhovující systém se všemi potřebnými komponenty. U zvolené 
konfigurace jsou ověřeny parametry základního zdroje a kapacita požadovaného akumulátoru. Dle 
potřeby je systém doplněn o konkrétní typ náhradního zdroje z databáze. Závěrem je zobrazena 
energetická rozvaha, celková rekapitulace prvků EZS a souhrn nákladů na zařízení. 
Pro srovnání algoritmizovaných výsledků je realizován návrh systému EZS taktéž standardním 
způsobem. Za tímto účelem je vytvořena ukázková projektová dokumentace na hypotetickém objektu 
průměrného rodinného domu. Pro objekt tohoto typu jsou algoritmicky dosažené výsledky zcela 
identické s návrhem realizovaným s osobním přístupem projektanta. Rozsahem je pokryt návrh až 
k seznamu použitého materiálu a energetické rozvaze. 
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Potenciálně nachází aplikace uplatnění u prodejců domovních zabezpečovacích systémů. Zákazník si 
zcela bez znalosti problematiky zabezpečovacích systémů vygeneruje požadovaný seznam prvků 
potřebných pro zabezpečení obytného prostoru. Tyto údaje slouží pro vytvoření nabídkového 
rozpočtu, případně objednávky. U obytných prostorů se stupněm zabezpečení 1 a 2 je dosaženo 
ideálních výsledků. Toto kritérium splňuje téměř všechny rodinné domy. Stejně tak je možné využít 
tuto metodu návrhu pro objekty se stupněm zabezpečení 3 a 4. 
S ohledem na zadání a skutečnou náplň práce mohu konstatovat, že je dosaženo všech požadavků 
kladených v zadání práce. Jsou popsány principy a techniky elektronického zabezpečení objektů a 
související legislativní požadavky. Taktéž je vypracována metodika návrhu EZS umožňující maximální 
automatizaci souvisejících projekčních prací. Nad rámec zadání práce je provedena implementace 
automatizovaného návrhu do programové podoby. Při praktickém použití automatizovaného návrhu 
na hypotetickém objektu je dosaženo ideálních výsledků.  
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Příloha A – Zdrojové kódy 
Pro úsporu místa uvádím jen část zdrojového kódu. 
/*Metoda tridy Stupen.java priradi nejvetsi hodnotu danemu stupni 
dle odpovedi uzivatele.*/ 
public void nacDat(){  
   //nastav hodnotu vsech stupnu rovnu nule. 
        prvni = 0; 
        druhy = 0; 
        treti = 0; 
        ctvrty = 0; 
   if (hmoMajAno){ 
   //Jestlize je vybrana polozka hmonty majetek ano-navys 2.,3.a 4. stupen. 
        druhy++; 
        treti++; 
        ctvrty++; 
   } 
   if (hmoMajNe){ 
   //Jestlize je vybrana polozka hmonty majetek ne-navys 1. stupen. 
        prvni++; 
   } 
...   
 
/*Metoda tridy HledanySystem.java. Dle technickeho posouzeni objektu 
nalezne pocet vstupu ustredny a pozadovany pocet detektoru.*/ 
public int nalVst (){ 
   //Nuluj vsechny vystupni hodnoty. 
        vst = 0; 
        pocUst = 0; 
        pocKla = 0; 
        pocDet = 0;   
        pocDetSkl = 0; 
        pocMag = 0;   
   /*Jestlize je stupen zabezpeceni 1, pak se 
   pocet vstupu = pocet mistnosti + pocet dvernich otvoru, 
   pocet detektoru pohybu = pocet mistnosti, 
   pocet detektoru tristeni skla = 0, 
   pocet magnetu = pocet samostatne oteviratelnych kridel dveri.*/ 
   if (bezStu==1){     
        vst = pocMis+pocDveOtv;   
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        pocDet = pocMis;   
        pocDetSkl = 0; 
        pocMag = pocDveKri;   
   } 
   if (bezStu==2){    
... 
 
/*Metoda tridy HledanySystem.java. Na zaklade rusivych vlivu vybere 
vyhovujici typ detektoru.*/ 
public String nalDet (){ 
        det = ""; 
   /*Vyskytuje-li se vodovodni potrubi z plastu,  
   pak nelze pouzit mikrovlne detektory.*/ 
   if (vodPotZ){ 
        mw = false; 
   } 
... 
 
/*Metoda tridy HledanySystem.java. Dle rusivych vlivu nalezne zpusob 
propojeni detektoru s ustrednou.*/ 
public String nalPro(){ 
        pro = ""; 
   /*Jestlize se v okoli vyskytuje vysokofrekvencni zareni od jinych 
   antennich zaricu, pak nelze pouzit bezdratove propojeni.*/ 
   if (vysRus==true){ 
        bez=false; 
   } 
... 
 
/*Metoda vykonZdr tridy Zdroj.java nalezne potrebny vykon zdroje*/ 
public float vykonZdr(){ 
/*proud_zdroje=(proudovy_odber_systemu_EZS)+pohotovostni_doba_aku/dob   
a_dobijeni*0.8*/ 
vykonZdr=(odberDet+odberUst+odberKon+odberKla)+kapacitaAku*0.8f/(dobi
jeniAku)*1000; 
     //zaokrouhli 
    vykonZdr=Math.round(vykonZdr); 
      return vykonZdr; 
     } 
... 
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/*Metoda tridy Zdroj.java. Pro dany system urci kapacitu akumulatoru.*/  
public float kapacitaAku (){ 
  //kapacita_akumulatoru=(proudovy_dober_systemu_EZS)*pohotovostni_doba_aku 
    kapacitaAku=(odberDet+odberUst+odberKon+odberKla)*pohotovostAku*0.001f; 
  //zaokrouhli 
    kapacitaAku=Math.round(10f*kapacitaAku)/10f; 
    return kapacitaAku; 
  }     
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 TECHNICKÁ ZPRÁVA  
 
PŘEDMĚT A ROZSAH PROJEKTU 
Projektová dokumentace řeší skutečné provedení systému „Elektrické zabezpečovací signalizace“ 
(dále jen EZS), v objektu ... . 
Elektrický zabezpečovací systém je soubor technických prostředků - ústředny, čidla, signalizační a 
doplňkové prostředky vytvářející systém, který slouží k včasné signalizaci místa narušení chráněného 
objektu. Tento systém umožňuje předání poplachové informace na zvolená místa, čímž usnadní 
činnost zásahové služby. Navazuje na klasickou a režimovou ochranu objektu, doplňuje ji a zkvalitňuje 
celkové zabezpečení. Při zpracování dokumentace byl současně brán zřetel na požadavky ČSN EN 
50131 pro elektrické zabezpečovací systémy. 
Na systém EZS zřizovatelem poskytována záruka v délce dvou let. 
Projektová dokumentace je vypracována v počtu čtyř paré. Paré číslo tři je určeno pro pracovníky 
montážní a servisní organizace. 
 
PODKLADY 
• nabídka č. ..., 
• půdorysný výkres objektu, 
• technické parametry použitého zařízení, 
• ČSN EN 50131 a normy související. 
 
TECHNICKÉ ŘEŠENÍ 
Systém je řešen podle pravidel pro navrhování a montáž systémů EZS ve spojení s platným 
standardem pro zařízení EZS - ČSN EN 50131 a je sestaven z prvků schválených státem 
akreditovanými zkušebnami prostředků střežení EZS. 
Při řešení byl brán zřetel na stavební dispozici objektu a požadavky uživatele, při současném 
zohlednění požadavků ČSN EN 50131 na elektrické zabezpečovací systémy. 
Pro systém EZS je v objektu použita ústředna ESPRIT 748+. Ústředna je umístěna v technické 
místnosti m.č. 9.  
Ústředna EZS je zařízení, které přijímá a vyhodnocuje signály od jednotlivých čidel připojených k 
ústředně EZS (a eventuelně též ke klávesnicím nebo připojovacím modulům) a signalizuje vyvolané 
stavy.  
Ovládání systému EZS je zajištěno z ovládacího panelu  
KL 1.1 umístěného v zádveří vstupní chodby (m.č. 1). 
Umístění komponentů EZS je patrné z výkresové dokumentace – viz výkresy č.: EZS/001 této 
projektové dokumentace a z tabulky rozpisu smyček. 
 
SIGNALIZACE  POPLACHU 
Napadení střežených prostorů je signalizováno akusticky v místě střeženého objektu sirénou, a 
prostřednictvím komunikátoru ústředny je signál o poplachu střežených prostorů vyveden na PCO 
hlídací agentury.  
Tato projektová dokumentace neřeší způsob zásahu v případě poplachu. Ten je předmětem 
smluvních vztahů mezi uživatelem a zasahující agenturou.  
 
NAPÁJENÍ SYSTÉMU 
Napojení transformátoru ústředny EZS, ze sítě 230V/50Hz, je provedeno z rozvaděče nn. Přívodní 
vedení EZS, kabel CYKY 3Jx1,5mm se samostatným jištěním. Detektory jsou napájeny kabelem JY-
(st)Y 3x2x0,6. Při výpadku sítě 230 V / 50 Hz je systém EZS automaticky napájen z  akumulátorové 
baterie 7 Ah. 
 
PROUDOVÁ SOUSTAVA  
a/ ústředna EZS a zdroj pro prvky:  TN-S 230 V, 50 Hz, L+PE+N 
b/ rozvody EZS:    0-12 V 
 
 OCHRANA PŘED NEBEZPEČNÝM DOTYKEM ŽIVÝCH ČÁSTÍ 
Ochrana před nebezpečným dotykem je provedena krytím vyhovujícím ČSN 33 2000-4-41, čl. 412.2. 
 
OCHRANA PŘED NEBEZPEČNÝM DOTYKEM NEŽIVÝCH ČÁSTÍ 
Je provedena dle ČSN 33 2000-4-41, čl. 413.1, samočinným odpojením od zdroje a musí odpovídat 
ČSN 33 2000-4-41, čl. 413.3, s ochranným vodičem dimenzovaným dle ČSN 33 2000-5-54, čl. 543. 
 
URČENÍ VNĚJŠÍCH VLIVŮ DLE ČSN 33 2000-3 
Určení vnějších vlivů dle této normy v době zpracování projektové dokumentace nebylo investorem 
stanoveno. 
 
STUPEŇ ZABEZPEČENÍ 
Dle ČSN EN 50131 je stanoven stupeň zabezpečení 2. 
 
MONTÁŽ 
Jednotlivé prvky EZS jsou umístěny dle výkresu EZS/001 a propojeny s ústřednou dle blokového 
schématu EZS/002. Propojení zón je provedeno pomocí technologie ATZ, viz. instalační manuál 
ESPRIT 748+. 
Výška jednotlivých prvků: 
Pohybové detektory – cca 2300 mm, 
Klávesnice  - cca 1400 mm. 
 
POŽÁRNÍ OCHRANA 
Všechna zařízení jsou napájena ze síťového zdroje napětím 12V. Síťový zdroj napájený ze sítě 230 V, 
má zabudované jištění tavnými pojistkami, které při zkratu uvnitř zařízení přeruší přívod proudu. 
 
UVEDENÍ DO PROVOZU A PROVOZ ZAŘÍZENÍ EZS 
Výchozí revize, zkušební provoz před uvedení zařízení EZS do trvalého provozu budou prováděny dle 
ČSN 33 4590, článek 6 – UVEDENÍ DO PROVOZU A PROVOZ. 
Údržbu a opravy provádí : Název a údaje servisní organizace 
 tel./fax:  
  fax :    
 E-mail: 
 
ZÁVĚREČNÁ USTANOVENÍ 
Před uvedením do provozu doporučujeme uživateli zpracovat pokyny pro osoby opouštějící objekt 
jako poslední, kontrolu uzavření oken, dveří. Rovněž doporučujeme zpracovat směrnici o činnosti v 
případě vyhlášení poplachu, zvláště způsob součinnosti se zásahovou jednotkou.  
 
 
 
 
 
 
 
 
 
 
 Prokazatelně je nutno určit: 
 osobu zodpovědnou za provoz systému... 
• osoby poučené, pověřené obsluhou... 
OSOBA ZODPOVĚDNÁ ZA PROVOZ ZAŘÍZENÍ EZS 
• zodpovídá za provoz a bezporuchovou funkci zařízení EZS 
• kontroluje činnost osob pověřených obsluhou 
• zajišťuje nahlašování oprav servisní organizaci 
• zodpovídá za řádné vedení provozní knihy 
• kontroluje provádění zkoušek zařízení EZS během provozu a odpovídá za provedení 
předepsaných revizí v průběhu provozu 
 
OSOBY POVĚŘENÉ OBSLUHOU ZAŘÍZENÍ EZS 
• musí být proškoleny předávající organizací 
• postupují dle pokynů pro obsluhu, vedou záznamy v provozní knize EZS  
• při signalizaci poplachu postupují dle režimové poplachové směrnice 
• zjištěné závady neprodleně hlásí osobě zodpovědné za provoz zařízení 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 TABULKA ROZPISU SMYČEK 
 
       
sm. ATZ označení místnost typ prvku oblast  
Ústředna smyčky   
 
1 1 MK 1.1.1 6 USP-1000(zpožděná) A2  
1 2 REZERVA        
2 1 MK 1.2.1 1 USP-1000 A2  
2 2 IN 1.2.2 1 NEXTPLUS A1  
3 1 MK 1.3.1 4 USP-1000 A2  
3 2 REZERVA        
4 1 MK 1.4.1 8 USP-1000 A2  
4 2 IN 1.4.2 8 NEXTPLUS A1  
5 1 MK 1.5.1 9 USP-1000 A2  
5 2 IN 1.5.2 9 NEXTPLUS A1  
6 1 MK 1.6.1 9 USP-1000 A2  
6 2 MK 1.6.2 7 USP-1000 A2  
7 1 MK 1.7.1 7 USP-1000 A2  
7 2 IN 1.7.2 7 NEXTPLUS A1  
8 1 MK 1.8.1 7 USP-1000 A2  
8 2 MK 1.8.2 7 2xUSP-1000 A2  
9 1 MK 1.9.1 5 2xUSP-1000 A2  
9 2 IN 1.9.2 5 NEXTPLUS A1  
10 1 MK 1.10.1 5 USP-1000 A2  
10 2 REZERVA        
11 1 REZERVA        
11 2 REZERVA        
12 1 REZERVA        
12 2 REZERVA        
 
 
 
 
 
 
 
 
 
 
 TABULKA ROZPISU OBLASTÍ 
 
ozn. NÁZEV POPIS 
 
Ústředna oblasti  
 
A1 VNITŘNÍ PROSTOR Zapnuto pouze při odchodu všech osob.  
A2 PLÁŠŤ Zapnuto při nočním režimu.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
ENERGETICKÁ ROZVAHA 
 
Prvek  EZS  ks spotřeba  v  klidu/A/ spotřeba  při  poplachu/A/ 
                                      sp. / ks celkem sp. / ks celkem 
Ústředna Esprit 748+ 1 0,050 0,050 0,050 0,050 
Klávesnice Esprit 636 1 0,060 0,060 0,060 0,060 
Detektor pohybu Nextplus 5 0,009 0,045 0,009 0,045 
Is+Ihs                                                                                        0,155     
Ip+Ihp                                                                                                   0,155 
Io  =   0 A                           
Iomax  =  0 A                         
                                           
       
Minimální  kapacitu  náhradního  zdroje  vypočteme  dle  vztahu  :  
                                             
 
KNZ = ( T -  0,25 ) x ( Is + Io + Ihs )  +  0,25 x ( Ip + Iomax + Ihp )    ,  kde: 
                                                       
KNZ [Ah]    - jmenovitá  kapacita  akumulátoru    
T[h]    - doba  provozu  na  náhradní   zdroj    
Is[A]      - proud odebíraný  ústřednou   ve  stavu   střežení   
Io[A]        - proud  odebíraný  z  ústředny  pro jiná  zařízení   /   ve  stavu střežení / 
Ihs[A]   - proud  odebíraný  hlásícími  smyčkami  ve stavu  střežení    
Ip[A]      - spotřeba  ústředny  ve stavu  poplachu    
Ihp[A]      - proud   odebíraný  hlásícími  smyčkami  ve  stavu  poplachu  
Iomax[A]  - proud  odebíraný   z   ústředny  na jiné  zařízení   /  ve stavu  signalizace  
    poplachu  /       
       
 
Doba zálohování  podle ČSN EN 50131.1  je  12  hodin.    
Po dosazení  obdržíme  minimální  kapacitu  akumulátoru  : 1,86 Ah   
Jako náhradní zdroj  bude instalována akumulátorová baterie 2,3 Ah,  
doba zálohování tedy bude    14,839 hod.    
 
 
 
 
 
 
 
  
SEZNAM POUŽITÉHO MATERIÁLU 
 
Technologie  
    
Číslo položky Popis položky Počet 
ESPRIT 748+PCB 24 ATZ zónová ústředna, 2 podsystémy, komunikátor, 2 PGM, re 1 
ESPRIT 636 ESPRIT LED klávesnice s dvířky 1 
ACC150 Akumulátor bezúdržbový 12V, 2,3Ah 1 
NEXTPLUS Detektor pohybu PIR 5 
USP-1000 Magnetický kontakt pro povrchovou montáž 13 
SIR077 Vnitřní siréna SB2 se 2 piezo měniči ,12 V, 1 
      
Kabely a vodiče 
    
Číslo položky Popis položky Počet 
J-Y(St)Y-3x2x0. Kabel J-Y(St)Y-3x2x0.6 120 m 
CYKY 3x1,5 Kabel CYKY 3x1,5 10 m 
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maják
akku baterie
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DT
selektivní microfon - trezorový detektor
optická signalizace
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infrapasivní pohybové čidlo venkovní
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hlásič úniku plynu
SGA
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akustická signalizace
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tísňový hlásič - tlačítko
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tísňový hlásič - lišta
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IN
infrapasivní detektor pohybu
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