






Pada bab ini akan membahas tentang perancangan sistem dengan pembuatan 
tugas akhir ini menggunakan laptop ASUS X453M dan beberapa software yang 
dibutuhkan seperti tabel 3.1 dibawah ini: 
 
Tabel 3.1 Spesifikasi komputer dan Software yang dibutuhkan 
Spesifikasi Komputer Software 
CPU Intel(R) Celeron(R) N2840 Linux Debian 10.7.0 
CPU 2.16 Ghz – 2.41 Ghz Oracle VM VirtualBox 
HDD 500 GB SATA Switchy Omega 
RAM 2 GB DDR3 Zabbix 5.2 
 
3.1 Rancangan Diagram Blok Sistem  
 
Pada gambar 3.1 merupakan blok diagram proses perancangan sistem yang 
akan dibuat. Dalam proses perancangan sistem ini akan sedikit membahas dan 
memberikan gambaran tentang sistem yang dibuat beserta cara kerja sistem. 
 
 





Pada gambar 3.1 rancangan diagram blok diatas memiliki prinsip kerja 
masing-masing, Adapun prinsip kerja serta penjelasan fungsi diagram blok ini 
sebagai berikut: 
1. Squid proxy server, bertugas sebagai server untuk menjalankan proxy 
dimana program yang dipakai adalah squid. Pemilihan squid sebagai proxy 
server dikarenakan squid sudah open source sehingga dapat dengan mudah 
di instalasi pada operating sistem yang dipakai dan sudah dapat terintegrasi 
dengan sistem monitoring Zabbix. 
2. File konfigurasi squid.conf untuk konfigurasi proxy, dalam konfigurasi ini 
meliputi alamat ip server, konfigurasi IP (Internet Protocol) yang 
diperbolehkan serta konfigurasi username dan password bila dibutuhkan. 
Untuk melakukan konfigurasi cukup dengan menyunting file yang terletak 
pada direktori /etc/squid/squid.conf . Dibutuhkan izin admin atau root untuk 
merubah konfigurasi squid, sehingga sistem proxy tidak mudah di bobol. 
3. Daftar alamat ip, dalam file konfigurasi squid.conf yang terpenting adalah 
daftar alamat ip. Alamat ip mencangkup alamat ip server atau nama domain 
apabila server diterapkan secara online. Sehingga pengguna dapat terkoneksi 
sesuai dengan alamat ip yang diatur dalam file konfigurasi. 
4. Server zabbix, zabbix berupa website sehingga membutuhkan server untuk 
menjalankannya. Zabbix sendiri berfungsi sebagai sistem monitoring untuk 
memonitoring kondisi server mulai dari CPU sampai load atau beban data 
pada server dan dengan penerapan zabbix dapat memperoleh informasi 
mengenai traffic dan beban pada server proxy yang diterapkan. 
5. Database mysql, dibutuhkannya RDBMS (Relation Database Management 
System) untuk menyimpan dan membaca data monitoring. Zabbix sendiri 
secara default kompatibel dengan database mysql sehingga pada server 
perlu instalasi aplikasi database mysql. 
6. Apache webserver, dikarenakan Zabbix beroperasi melewati website 
sehingga dibutuhkan aplikasi server yang dapat memberikan respon 
halaman website yang berisikan informasi monitoring apabila pengguna 




7. Database zabbix, setelah melakukan instalasi mysql sistem perlu untuk 
memasukan database zabbix yang sudah ada. 
8. Konfigurasi server apache, konfigurasi dibutuhkan agar pengguna dapat 
mengakses website monitoring Zabbix. Konfigurasi server meliputi, tempat 
direktori zabbix pada server, alamat ip server, domain jika dibutuhkan, 
sertifikat SSL apabila menggunakan transmisi data https dan nomor port 
yang digunakan. 
 
3.2 Rancangan Arsitektur Sistem  
 
Pada gambar 3.1 merupakan perancangan arsitektur umum pada 
monitoring proxy server dengan zabbix menggunakan sistem operasi Debian. 
Untuk penerapan monitoring proxy server dengan zabbix akan diperlukan 




Gambar 3.2 Arsitektur umum sistem 
 
3.3 Rancangan Topologi Sistem 
 
Client dan server terkoneksi dalam satu jaringan melalui router sehingga 
setiap komputer yang terhubung ke router mendapatkan alamat ip yang berbeda. 
Pada client dan server berada dalam satu jaringan maka memungkinkan 
terjadinya transmisi data antara server dan client. Server yang sudah terpasang 




terdapat transmisi data pada proxy server maka sistem monitoring dapat 
membaca kondisi server khususnya pada transmisi proxy. Client sebelumnya 
diatur sehingga memiliki alamat ip proxy dengan alamat ip server, sehingga 
apabila client request data dari internet, maka data request terlebih dahulu 
dikirim ke alamat ip server, setelah itu data request dilanjutkan oleh server, 
ketika server mendapat respon dari internet maka server melanjutkan data 
respon ke alamat ip client. Proses yang dinamakan proxy, dimana setiap kali 
client melakukan request, maka server yang mengeksekusi, sehingga alamat ip 
client tidak dapat terdeteksi oleh internet, yang terdeteksi hanya ip server karena 
setiap kali terjadinya transimisi data pada client, server yang mengirim request 
ke internet. Setiap terjadinya transmisi data proxy, maka sistem zabbix pada 
server akan mengukur dan menyimpan hasil dari pengukuran ke database dan 
ditampilkan ke web interface, sehingga administrator/pengguna dapat 
mengetahui parameter-parameter server pada waktu tertentu. 
 
 
Gambar 3.3 Topologi sistem 
 
3.4 Rancangan Analisa Data Perbandingan  
 
Tujuan tahap rancangan ini ialah untuk membuktikan data hasil 
perbandingan antara penerapan monitoring proxy server menggunakan zabbix 
dan menggunakan nagios. Untuk penggunaan nagios ini sebelumnya sudah 
diujikan untuk hasilnya pada penelitian terdahulu oleh Wijonarko (2014) seperti 




dilakukannya pengujian pada bab selanjutnya dengan dilakukannya pengujian 
fungsional dan proses kerja zabbix dalam memonitoring server. 
 
Tabel 3.2 Perbandingan fitur aplikasi pada network monitoring system 
Fitur Zabbix Nagios 





- Not Support 
Keamanan dengan 
adanya authentifikasi 
dengan ip address 
- Not Support 
Dapat memonitoring 
dengan satu host 
- Not Support 
Mempunyai Template - Not Support 
 
3.5 Rancangan Sistem 
3.2.1 Proxy Server 
Konfigurasi pada proxy server ini meliputi dari proses instalasi squid, 
konfigurasi squid, dan konfigurasi ip address guna mengahalau terdeteksinya 
ip pengguna dalam mengakses website sehingga hanya ip server yang 
terdeteksi.  Pada gambar 3.4 ialah perintah instalasi squid, lanjut gambar 3.5 
merupakan perintah untuk konfigurasi squid, untuk gambar 3.6 merupakan 
konfigurasi menambahkan snmp_port pada squid dan gambar 3.7 merupakan 
konfigurasi ip lokal pada squid. 
 
 






Gambar 3.5 Konfigurasi squid 
 
 
Gambar 3.6 Penambahan snmp_port pada squid 
 
 
Gambar 3.7 Konfigurasi ip lokal pada squid 
 
3.2.2 Uncomplicated Firewall 
 
Uncomplicated firewall ini memudahkan dalam pengelolaan firewall 
iptables agar menjadi lebih mudah. Pada gambar 3.8 merupakan proses 
instalasi UWF, sedangkan gambar 3.9, gambar 3.10, gambar 3.11, dan gambar 
3.12 merupakan perintah untuk mengaktifkan port-port firewall. 
 
 
Gambar 3.8 Instalasi uwf 
 
 






Gambar 3.10 Mengaktifkan port HTTP 
  
 
Gambar 3.11 Mengaktifkan port HTTPS 
 
 




Pada rancangan website zabbix ini merupakan aplikasi yang berperan 
penting sebelum melakukan proses pengujian bab selanjutnya. Proses 
monitoring menggunakan zabbix beroperasi melewati website sehingga 
dibutuhkan aplikasi server yang dapat memberikan respon halaman website 
yang berisikan informasi monitoring apabila pengguna mengakses URL yang 
sudah ditentukan. Pada gambar 3.13, gambar 3.14, gambar 3.15, gambar 3.16, 
gambar 3.17, gambar  3.18 dan terkahir gambar 3.19 merupakan tahapan-
tahapan konfigurasi serta pemasangan yang diperlukan pada zabbix. 
1. Pada gambar 3.13 yang merupakan proses instalasi wget zabbix, setelah 
selesai dilanjutkan pada gambar 3.14 merupakan pemasangan MariaDB 
untuk dibutuhkannya Relation Database Management System pada zabbix. 
 
 
Gambar 3.13 Instalasi wget zabbix 
 
 





2. Selanjutnya pada gambar 3.15 merupakan pemasangan zabbix server 




Gambar 3.15 Instalasi zabbix server mysql 
 
 
Gambar 3.16 Konfigurasi mysql server 
 
3. Dilanjutkan lagi pada gambar 3.17 yang merupakan pembuatan database 
untuk website zabbix, sedangkan untuk gambar 3.18 ialah konfigurasi 
nama pengguna serta password database dan terakhir untuk gambar 3.19 
ialah konfigurasi penggunaan zona waktu database. 
 
 






Gambar 3.18 Konfigurasi username dan password database 
 
 
Gambar 3.19 Konfigurasi zona waktu database 
 
 
