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Resumo
Este trabalho apresenta uma dissertac¸a˜o de mestrado em Cieˆncia da
Computac¸a˜o da Universidade Federal de Santa Catarina, e esta´ inserido na linha de pes-
quisa de Seguranc¸a e Come´rcio Eletroˆnico vinculado ao projeto Carto´rio Virtual desenvol-
vido pelo Laborato´rio de Seguranc¸a em Computac¸a˜o - LabSEC, do Centro tecnolo´gico,
em cooperac¸a˜o com o Laborato´rio de Informa´tica Jurı´dica - Linjur, do Centro de Cieˆncias
Jurı´dicas.
O objetivo desta proposta e´ apresentar a possibilidade de que os carto´rios,
especialmente, os Ofı´cios de Registro Civil de Pessoas Naturais fac¸am uso do documento
eletroˆnico, para emitir e armazenar registros e documentos em geral, visando facilitar e
garantir os registros civis aos indivı´duos e tambe´m melhorar o atendimento aos usua´rios.
O documento eletroˆnico e´ uma realidade. Utiliza´-lo podera´ trazer gran-
des benefı´cios a` sociedade, pore´m, as ferramentas tecnolo´gicas desenvolvidas ate´ o mo-
mento na˜o garantem a integridade total do processo.
Palavras-chaves: carto´rio virtual, documento eletroˆnico, assinatura di-
gital.
Abstract
This work presents a master’s degree dissertation on Computer Scien-
ce from The Federal University of Santa Catarina, it is inserted into the research topic
of Security and Electronic Commerce and linked to Virtual Registry project developed
by Security Laboratory in Computer Science - LabSEC, of the technological Center, in
cooperation with the Juridical Information Technology Lab - Linjur, from the Center of
Juridical Sciences.
The aim of this proposal is to present the possibility which registries,
especially, the Civil Registration documents of Natural People make use of electronic
document, to issue and store registrations and documents in general, seeking, to facilitate
and guarantee the civil registrations to individuals and also to improve the attendance to
users.
The electronic document is a reality. To use it can bring great benefits to
the society, however, the technological tools, developed up to the moment don’t guarantee
the total integrity of the process.




O avanc¸o das telecomunicac¸o˜es e da informa´tica esta´ fazendo com que
a sociedade atual presencie um processo de reestruturac¸a˜o global do modelo econoˆmico,
passando do modelo industrial para um modelo informacional, que coloca as informac¸o˜es
como o instrumento mais importante desta era. Atrave´s da Internet, as informac¸o˜es transi-
tam pela rede numa velocidade fanta´stica fazendo com que o mundo interaja num ı´nfimo
espac¸o de tempo [TAN 97].
Segundo Manuel Castells [BRA 00], a Internet ale´m de se apresentar
como uma nova tecnologia da informac¸a˜o, tambe´m representa uma nova forma de orga-
nizac¸a˜o da economia e da sociedade como um todo, num processo de desconstruc¸a˜o e
reconstruc¸a˜o incessante.
A forc¸a e a influeˆncia que a Internet esta´ exercendo sobre as pessoas
pode ser medida pelos nu´meros de usua´rios no mundo: em  	
 eram cinco milho˜es,
em 2000 oitocentos milho˜es e neste final de   estima-se que ja´ atinjam a cifra de
setecentos milho˜es de usua´rios, e entre 2005 e 2007 sera˜o dois milho˜es, aproximadamente
trinta por cento da populac¸a˜o [ROV 00].
Na perspectiva de utilizar este poderoso recurso tecnolo´gico a Universi-
dade Federal de Santa Catarina, atrave´s do Laborato´rio de Seguranc¸a em Computac¸a˜o
- LabSEC, do Centro Tecnolo´gico em cooperac¸a˜o com o Laborato´rio de Informa´tica
Jurı´dica - Linjur, do Centro de Cieˆncias Jurı´dicas esta´ desenvolvendo uma tecnologia
2para fazer os servic¸os dos carto´rios convencionais via Internet. O projeto, denominado
Carto´rio Virtual, esta´ organizado na forma de diversos subprojetos. Um dos subprojetos e´
a emissa˜o de registros pu´blicos. O registro pu´blico eleito para o projeto piloto e´ o registro
de nascimento. Este foi escolhido pois:
  todos teˆm um registro de nascimento;
  as pessoas sabem o que e´ este registro e sua importaˆncia;
  e´ o primeiro documento de uma pessoa;
  e´ o documento base utilizado na emissa˜o de outros documentos;
  ha´ um esforc¸o do governo brasileiro em prover todos os cidada˜os com esse registro
de forma gratuita;
  e uma vez que e´ gratuito, a emissa˜o e guarda desse registro pelo carto´rios e´ dispen-
diosa.
Considerando o aspecto social que possui o fornecimento deste regis-
tro a todos os cidada˜os, sera´ colocado em funcionamento um projeto piloto da referida
tecnologia na Maternidade do Hospital Universita´rio da UFSC, com o objetivo de fazer
o registro e emitir a certida˜o de nascimento. O processo envolve a UFSC na condic¸a˜o
de Autoridade Certificadora e Carto´rio Virtual, a Maternidade do Hospital Universita´rio
e um Oficio de Registro Civil de Pessoas Naturais (carto´rio convencional), que proveˆ a fe´
pu´blica.
Conforme ilustra a figura1.1 o Carto´rio Virtual e´ o projeto do LabSEC
- Laborato´rio de Seguranc¸a em Computac¸a˜o, que envolve va´rios subprojetos: SAC Segu-
ro, Autoridade de Aviso, Selo Digital, ICP, Autoridade de Datac¸a˜o, Assinatura Digital,
Emissa˜o de Registro Pu´blicos e outros. O nosso projeto, O Documento Eletroˆnico no
Ofı´cio Civil de Pessoas Naturais, esta´ ligado ao subprojeto Emissa˜o de Registros Pu´blicos.
Ale´m disso, a validade do documento eletroˆnico adquirida atrave´s da


























Figura 1.1: Projeto Carto´rio Virtual desenvolvido pelo LabSEC, conte´m va´rios subprojetos: SAC
Seguro; Autoridade de Aviso; Selo Digital; Autoridade de datac¸a˜o ICP; Assinatura
Digital(manuscrita, impressa˜o digital, infra estrutura de recuperac¸a˜o segura de do-
cumentos eletroˆnicos), Emissa˜o de Registros Pu´blicos (emissa˜o de registro de nasci-
mento).
a´rea da seguranc¸a da informac¸a˜o, gerou perspectivas de que ele possa ter os mesmos
atributos do documentos tradicionais.
Neste contexto esta˜o os carto´rios, que na condic¸a˜o de emissores depo-
sita´rios de documentos, especialmente os pu´blicos, precisam se adaptar a realidade dos
documentos eletroˆnicos, utilizando-se da Infra Estrutura de Chaves Pu´blicas, e da Infra
Estrutura de Armazenamento e Recuperac¸a˜o Segura de Documentos, para desenvolver
suas atividades de modo virtual, bem como assumir o papel de gerenciar processos ele-
troˆnicos, associando a eles a condic¸a˜o de agente pu´blico, imbuı´do da fe´ pu´blica.
Com o intuito de aprimorar os servic¸os oferecidos pelos carto´rios, este
trabalho resolveu discutir a viabilidade destes usarem o documento eletroˆnico e, asso-
4ciado ao uso de ferramentas tecnolo´gicas voltadas a gerenciar os referidos documentos
eletroˆnicos, passarem a oferecer novos servic¸os.
Com o olhar voltado para o futuro este trabalho pretende transportar o
carto´rio para o mundo virtual e denomina-o de carto´rio virtual, que se refere a prestac¸a˜o
dos servic¸os dos nota´rios e registrados via internet. Esta denominac¸a˜o na˜o deve ser con-
fundida com a que e´ dada para os servic¸os de autoridade certificadora, ligada a` infra
estrutura de chaves pu´blicas.
Esta dissertac¸a˜o de mestrado e´ em computac¸a˜o mas envolve questo˜es
jurı´dicas. Portanto, foi orientada por um professor da Computac¸a˜o e um do Direito.
1.1 Objetivos
1.1.1 Objetivo Geral
Estudar a viabilidade do uso do documento eletroˆnico no Ofı´cio de Re-
gistro Civil de Pessoas Naturais.
O Objetivo desta dissertac¸a˜o e´ mostrar a viabilidade dos carto´rios con-
vencionais adotarem o uso do documento eletroˆnico na emissa˜o e armazenamento dos re-
gistros e documentos em geral. Parte-se da ana´lise da realidade dos Ofı´cios de Registros
Civil de Pessoas Naturais, em func¸a˜o de adotarmos como alvo principal os documentos
pu´blicos, especialmente o registro de nascimento.
Estudar o sistema brasileiro de registro pu´blicos, especificamente os
registro civis de pessoas naturais e a implicac¸a˜o legal no processo de substituic¸a˜o do
documento papel para documento na forma eletroˆnica.
1.1.2 Objetivos Especı´ficos
Sa˜o os seguintes os objetivos especı´ficos:
  Analisar a viabilidade dos carto´rios convencionais, especialmente os Ofı´cios de
Registro de Pessoas Naturais, adotarem o documento eletroˆnico na emissa˜o e arma-
5zenamento de registros e documentos em geral;
  estudar a legislac¸a˜o brasileira de registros pu´blicos;
  estudar a legislac¸a˜o brasileira dos servic¸os notariais e de registro;
  levantar o organograma do sistema cartora´rio brasileiro;
  definir documento eletroˆnico;
  fazer uma revisa˜o sobre aspectos tecnolo´gicos para a validade jurı´dica dos docu-
mentos eletroˆnicos;
  abordar problemas que podem comprometer a confianc¸a nos documentos eletroˆnicos,
tais como: para assinar um documento eletroˆnico a pessoa precisa confiar no hard-
ware (ma´quina) e em dois programas de computador, um para visualizar o conteu´do
do documento e outro para assina´-lo. Como o assinante pode de fato ter certeza que
o que ele esta´ assinando e´ realmente o que gostaria de assinar? Se os programas
de visualizac¸a˜o do conteu´do do documento e assinatura na˜o forem confia´veis? ´E
possı´vel confiar-se completamente (plenamente) nestes programas? Existe algu-
ma autoridade que dara´ garantia ao assinante de que os programas sa˜o confia´veis?
[REZ 01];
  analisar a validade da assinatura de um documento eletroˆnico, levando em conside-
rac¸a˜o que a tecnologia pode tornar-se obsoleta;
  analisar o projeto de protocolizadora digital de documentos eletroˆnicos (autoridade
de datac¸a˜o) que esta´ sendo desenvolvido pelo LabSEC;
  Analisar os aspectos legais e tecnolo´gicos de um sistema eletroˆnico seguro para o
registro e emissa˜o de certido˜es civis.
61.2 Motivac¸a˜o
As novas ferramentas tecnolo´gicas que a cada dia esta˜o sendo desenvol-
vidas, juntamente com a validade do documento eletroˆnico, criam possibilidades para que
os cidada˜os tenham acesso a mais e melhores servic¸os via internet, visando melhorar a sua
qualidade de vida. Ale´m disso, deve ser discutido amplamente as diferenc¸as entre o docu-
mento tradicional do papel e o documento eletroˆnico, de forma que este u´ltimo tenha os
mesmos requisitos de seguranc¸a e desta maneira possa de fato ter validade jurı´dica. Mui-
to tem estudado este problema, cabendo citar [BRA 01a, COS 01a, COS 01b, FER 01,
REZ 01].
1.3 Metodologias e Ferramentas
Para a elaborac¸a˜o desta dissertac¸a˜o pretende-se seguir os seguintes pas-
sos:
1. levantamento na legislac¸a˜o referente aos registros pu´blicos e aos servic¸os notariais
e de registro;
2. levantamento nas normas estabelecidas pelo Poder Judicia´rio, e que devem ser se-
guidas pelos carto´rios no assento e alterac¸o˜es dos registros civis;
3. visita a maternidade para se conhecer o procedimento desta em relac¸a˜o ao registro
dos nascituros;
4. analisar a viabilidade de aplicac¸a˜o pelo carto´rio da tecnologia desenvolvida para a
emissa˜o de certida˜o de nascimento via Web;
5. verificar a necessidade de alterac¸a˜o na legislac¸a˜o existente, prevendo o uso do sis-
tema seguro de emissa˜o de certida˜o de nascimento via Web.
71.4 Conteu´do do Documento
O capitulo 2 apresenta um breve histo´rico dos registro a partir da anti-
gu¨idade, chegando aos registros pu´blicos feitos no Brasil, baseados no Direito Lusitano e
que atribuem grande importaˆncia ao papel dos Tabelia˜es. E ainda, aborda a unificac¸a˜o dos
registro pu´blicos civis no Brasil, destacando um histo´rico do registro de nascimento. O
capı´tulo 3 trata da divisa˜o dos Poderes constituı´dos (Legislativo, Executivo e Judicia´rio),
dando especial eˆnfase a estruturac¸a˜o do Poder Judicia´rio, a quem esta˜o subordinados os
Servic¸os Notariais e de Registro no Brasil. O capı´tulo
refcap:historico:sistema:cartorario trata da func¸a˜o dos Servic¸os Notariais e de Registro
(carto´rios) no Brasil, prevista em dispositivo constitucional, regulamentado atrave´s da
Lei Federal  	
 , de   de novembro de  	 . O capı´tulo 5 mostra, atrave´s de tabela, a
tramitac¸a˜o de documentos no Ofı´cio de Registro de Pessoas Naturais. traz uma descric¸a˜o
dos livros utilizados para cada registro civil, e tambe´m das alterac¸o˜es que estes registros
sofrem em func¸a˜o das mudanc¸as na situac¸a˜o civil de cada pessoa, desde o nascimento
ate´ o o´bito. O capı´tulo 6 traz alguns conceitos de documento tradicional e eletroˆnico,
abordando ainda a validac¸a˜o destes atrave´s da assinatura digital, usando a te´cnica de crip-
tografia assime´trica. O capı´tulo 7 faz uma breve descric¸a˜o do Protocolo desenvolvido para
a Emissa˜o de Documento Via WEB. O capı´tulo 8 aborda o funcionamento dos carto´rios
convencionais e a partir da experieˆncia do proto´tipo desenvolvido para emissa˜o de cer-
tida˜o de nascimento via WEB, propo˜e que os servic¸os notariais e de registros passem a
adotar o documento eletroˆnico, projetando um futuro com a possibilidade de um carto´rio
virtual, abordando tambe´m os problemas do uso do documento eletroˆnico.
Capı´tulo 2
Histo´rico do Sistema de Registros
2.1 Introduc¸a˜o
Este capı´tulo apresenta um histo´rico do sistema de registros desde a
alta antiguidade ate´ os dias de hoje, destacando-se a presenc¸a da figura dos tabelia˜es ou
nota´rios para redigir, arquivar e registrar os documentos. Na sec¸a˜o 2.2 e´ apresentado
como eram feitos os registros na antiguidade. Na sec¸a˜o 2.3 sa˜o abordados os registros no
direito brasileiro.
2.2 Histo´rico
2.2.1 Os Registros na alta antigu¨idade
As grandes civilizac¸o˜es da antigu¨idade ja´ revelavam uma grande pre-
ocupac¸a˜o dos homens com a publicidade de certos fatos, atos ou nego´cios jurı´dicos,
forc¸ando sua realizac¸a˜o, geralmente sob a protec¸a˜o das divindades. Segundo Wilson S. C.
Batalha [dSCB 97], no direito evoluı´do da Babiloˆnia, ja´ ao tempo do Co´digo de Hamu-
rabi, a propriedade imobilia´ria era objeto de protec¸a˜o especial dos homens e dos deuses
conforme documenta´rio descoberto nas ruı´nas do templo de Susa e depositado no Museu
de Louvre. Segundo Joa˜o Mendes Ju´nior, citado por Wilson S. C. Batalha [dSCB 97],
constatou em estudos que entre os Egı´pcios, a transmissa˜o da propriedade se operava em
9treˆs atos: o primeiro era o ato por dinheiro, isto e´ o instrumento do acordo entre o ven-
dedor e o comprador, designando o objeto vendido, o fato do pagamento integral do prec¸o
sem indicar a quantia ou cifra, a obrigac¸a˜o do vendedor entregar ao comprador os tı´tulos
anteriores e de garanti-lo contra toda a evicc¸a˜o; o segundo era o ato do juramento, ato
religioso, do qual se lavrava o respectivo auto; o terceiro era o ato de emissa˜o na posse
perante um juiz ou tribunal e cuja consequ¨eˆncia era a substituic¸a˜o do nome do vendedor
pelo do comprador no livro do cadastro, isto e´ no livro em que eram alistados os imo´veis
descrevendo-se a sua extensa˜o, qualidade e caracterı´sticas.
No Direito greco-romano, no perı´odo de Aristo´teles, eram conhecidos
os mnemons (nota´rios), os epı´states (secreta´rios) e os hieromnemons (arquivistas). Os
romanos primeiro tinham os notarii, que na˜o exerciam func¸o˜es pu´blicas, limitando-se a
redigir os atos jurı´dicos mediante notas. Mais tarde, no Baixo Impe´rio, desenvolveram-se
os tabelliones, que redigiam inicialmente em tabuletas (tabulae) e depois em protocolos.
No Direito canoˆnico, em toda Cu´ria ha´ um cancellarius, cuja obrigac¸a˜o
principal e´ manter um arquivo e que tem func¸o˜es notariais. E podiam ser nomeados outros
nota´rios, cujos escritos eram revestidos de fe´ pu´blica.
2.3 Os Registros Pu´blicos no Direito Brasileiro
2.3.1 A tradic¸a˜o do Direito Lusitano
Vigoraram no Brasil as Ordenac¸o˜es do Reino, que atribuı´am func¸o˜es re-
levantes aos Tabelia˜es. As Ordenac¸o˜es estabeleciam o modo e a forma de se lavrarem as
escrituras de contratos e testamentos. Os Tabelia˜es eram nomeados pelo Rei. As doac¸o˜es
reais deveriam ser registradas pelo Escriva˜o da Chancelaria do Reino, mas inexistia sis-
tema geral de registros pu´blicos. O sistema de registro de imo´veis foi introduzido em
Portugal por Decreto de 26 de outubro de  	  . Posteriormente, o Co´digo Civil, disci-
plinou o registro imobilia´rio, bem como o registro civil, abrangendo este o registro de
nascimento, o de casamento, o de o´bito e o de reconhecimento e legitimac¸a˜o dos filhos.
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2.3.2 Os registros pessoais (individuais e familiares) no Direito bra-
sileiro
No tempo do impe´rio atribuı´a-se a` religia˜o regular as condic¸o˜es e for-
mas de casamento e, em consequ¨eˆncia, fixar as condic¸o˜es de validade. Conheciam-se treˆs
formas de casamento:
1. o casamento cato´lico, celebrado conforme o Concı´lio Tridentino e a Constituic¸a˜o
do Arcebispado da Bahia;
2. o casamento misto, isto e´, entre cato´lico e pessoa que professasse religia˜o dissidente
contraı´do segundo as formalidades do Direito Canoˆnico1;
3. casamento entre pessoas pertencentes a`s seitas dissidentes, celebrado em harmonia
com as prescric¸o˜es das religio˜es respectivas.
O casamento cato´lico deveria ser lavrado assento no livro competente
pelo pa´roco, conforme o estabelecido pelo Concı´lio Tridentino, o mesmo ocorrendo nos
matrimoˆnios mistos. O casamento acato´lico deveria obedecer a` Lei       	 , de 	 de
Setembro de     . Na˜o existia registro de nascimento para pessoas cato´licas. Tal regis-
tro era suprido pelo assentamento de batismo, no qual se declaravam os nomes do pai e
ma˜e legı´timos. O registro de nascimento de filhos pertencentes a`s religio˜es dissidentes
era disciplinado pela lei       	 , de 	 de Setembro     e pelo Decreto       , de  
de abril de     . Da mesma forma eram registrados o´bitos destas pessoas na˜o cato´licas.
Foi o Decreto    	  , de  		 , que estabeleceu que o nascimento e o nome das pessoas
nascidas na Repu´blica depois de   de Dezembro de  		 , se provariam pelos assentos do
registro civil. Pela mesma forma se provariam os o´bitos. Pelo mesmo Decreto    	  ,
de  		 , os casamentos celebrados entre pessoas cato´licas, ate´   de Dezembro de  		 ,
se provariam pelas certido˜es extraı´das dos livros eclesia´sticos e o das acato´licas pelos
assentos do registro regulado pelo Decreto       , de   de Abril de     . Os casamen-
tos contraı´dos no Brasil depois de   de Dezembro de  		 e ate´   de abril de  	  ,
provar-se-ia pelo ato lanc¸ado no registro.
1Normas estabelecidas pela Igreja Cato´lica Aposto´lica Romana.
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2.3.3 Os registros imobilia´rios
O Registro de Imo´veis foi instituı´do, inicialmente, com a finalidade de
servir de instrumento de publicidade de garantia hipoteca´ria. O registro de hipotecas foi
introduzido pela Lei Orc¸amenta´ria       , de   de Outubro de   , regulamentada pelo
Decreto    

, de   de novembro de    . Disciplinando os registros gerais, posterior-
mente, foi aprovado o Decreto     
   de   de dezembro de     .
2.3.4 Os registros de tı´tulos e documentos
O registro de tı´tulos e documentos, bem como o registro das pessoas
jurı´dicas civis, foi instituı´do pela Lei     , de  de janeiro de     , regulamentada
pelo Decreto       
 , de   de fevereiro de     . A Lei       , de   de setembro de

		
, disciplinou a organizac¸a˜o e registro das associac¸o˜es para fins religiosos, morais
cientı´ficos, artı´stico, polı´ticos ou de simples recreio.
2.3.5 Outros registros
Certos registros foram ha´ longa data introduzidos no Brasil, tais como o
registro dos direitos do autor que foi disciplinado pela Lei      , de  de agosto de  		 .
A inscric¸a˜o dos empre´stimos por obrigac¸o˜es ao portador (debeˆntures) foi disciplinada
pelo Decreto        , de  
 de setembro de  		 . O registro das marcas de indu´stria e
de come´rcio e o registro geral das marcas para animais, foram instituı´dos, respectivamente
pelos Decretos      , de   de outubro de  	  e         , de   de marc¸o de     . O




. O registro de firmas e razo˜es comerciais foi instituı´do pelo Decreto       , de  
de outubro de  	  . Outro registro e´ o de Torrens, um instituto exclusivo da propriedade
rural. O sistema foi introduzido no Brasil pelo Decreto    
   de 31 de marc¸o de  	  .
Deve-se a` denominac¸a˜o ao nome do seu criador, o austrı´aco Robert Richard Torrens.
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2.3.6 A unificac¸a˜o dos registros pu´blicos civis
Os registro pu´blicos civis foram unificados atrave´s da Lei        , de 
de marc¸o de     , do Decreto      
  , de 09 de novembro de  		 . Outras alterac¸o˜es se
processaram atrave´s de leis e decretos, culminando com a Lei        
 , de   de dezembro
de     , que ”Dispo˜e sobre os Registros Pu´blicos e da´ outras provideˆncias” [LE6 ], e
apesar de ja´ ter sofrido va´rias alterac¸o˜es por normas legislativas, ela continua sendo a
base de normatizac¸a˜o dos registros pu´blicos.
2.4 Conclusa˜o
Neste capı´tulo viu-se que a preocupac¸a˜o de dar publicidade a certos fa-
tos ja´ se fazia presente nas grandes civilizac¸o˜es antigas, com destaque para a propriedade
imobilia´ria que era objeto de protec¸a˜o especial por parte do homem e das divindades. No
Brasil vigoraram Ordenac¸o˜es do Reino, que atribuı´am func¸o˜es relevantes aos Tabelia˜es.
Em  

 houve a unificac¸a˜o dos registro pu´blicos brasileiros atrave´s da Lei     de 1924
e atualmente, a Lei        





Este capı´tulo traz uma breve descric¸a˜o dos dispositivos constitucionais
que tratam dos Poderes Constituı´dos (Legislativo, Executivo e Judicia´rio), dando eˆnfase
ao Poder Judicia´rio, apresentando a sua estrutura no aˆmbito federal e estadual. A sec¸a˜o
3.2 trata da organizac¸a˜o dos Poderes no Brasil. A sec¸a˜o 3.3 apresenta a estrutura do Poder
Judicia´rio no Estado de Santa Catarina.
3.2 Organizac¸a˜o dos Poderes
A Constituic¸a˜o Federal no art.  do Tı´tulo I - Dos Princı´pios Fundamen-
tais, previu que sa˜o Poderes da Unia˜o, independentes e harmoˆnicos entre si, o Legislativo,
o Executivo e o Judicia´rio [CF8 ]. Cada um dos Poderes possui uma func¸a˜o predomi-
nante, que o caracteriza como detentor de parcela da soberania estatal, ale´m de outras
previstas no texto constitucional. Sa˜o chamadas func¸o˜es tı´picas e atı´picas.
3.2.1 Poder Legislativo
O Poder Legislativo, conforme determina o art. 	 da Constituic¸a˜o Fe-
deral, e´ exercido pelo Congresso Nacional, que se compo˜e da Caˆmara dos Deputados e
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do Senado Federal.
As Func¸o˜es tı´picas do Poder Legislativo sa˜o legislar e fiscalizar, tendo
ambas o mesmo grau de importaˆncia. Se por um lado a Constituic¸a˜o preveˆ regras de
processo legislativo para que o Congresso Nacional elabore as normas jurı´dicas, por outro
determina que a ele compete a fiscalizac¸a˜o conta´bil, financeira, orc¸amenta´ria, operacional
e patrimonial do Poder Executivo.
As func¸o˜es atı´picas constituem-se em administrar e julgar. O primeiro
caso ocorre quando o legislativo dispo˜e sobre sua organizac¸a˜o e operacionalidade interna;
enquanto que o segundo ocorre, por exemplo, no processo de julgamento do Presidente
da Repu´blica por crime de responsabilidade [dM 97].
3.2.2 Poder Executivo
Constitui-se em o´rga˜o constitucional cuja func¸a˜o precı´pua e´ a pra´tica
dos atos de chefia de estado, de governo e de administrac¸a˜o. O art.  da Constituic¸a˜o Fe-
deral estabelece que o Poder Executivo e´ exercido pelo Presidente da Repu´blica, auxiliado
pelos Ministros de Estado.
A Func¸a˜o tı´pica do Poder Executivo e´ a de administrar a coisa pu´blica.
As func¸o˜es atı´picas sa˜o as de legislar (Medidas Proviso´rias) e julgar
(contencioso administrativo) [dM 97].
3.2.3 Poder Judicia´rio
Possui a tarefa de ser guardia˜o da Constituic¸a˜o, com a finalidade de
preservar, basicamente, os princı´pios da legalidade e igualdade. O Poder Judicia´rio possui
o quadro de organizac¸a˜o estrutural mostrado na figura 3.1.
A func¸a˜o tı´pica do Poder Judicia´rio e´ a jurisdicional, ou seja, julgar
aplicando a lei a um caso concreto, que lhe e´ posto resultante de um conflito de interesses.
As func¸o˜es atı´picas sa˜o as de natureza administrativa e legislativa. Por
exemplo, concessa˜o de fe´rias aos seus membros e serventua´rios; prover, na forma pre-



















Figura 3.1: O Poder Judicia´rio no Brasil e´ compost dos seguintes o´rga˜os: o Supremo Tribunal
Federal, o Superior Tribunal de Justic¸a, os Tribunais Regionais Federais e Juı´zes
Federais, os Tribunais e Juı´zes do Trabalho, os Tribunais e Juı´zes Eleitorais, os Tri-
bunais e Juı´zes Militares e os Tribunais e Juı´zes dos Estados e do Distrito Federal e
Territo´rios.
de normas regimentais, elaborando seus regimentos internos, com observaˆncia das nor-
mas de processo e das garantias processuais das partes, dispondo sobre a competeˆncia e
o funcionamento dos respectivos o´rga˜os jurisdicionais e administrativos, respectivamente
[dM 97].
3.3 Poder Judicia´rio do Estado de Santa Catarina
Na Constituic¸a˜o do Estado de Santa Catarina [CE8 ] o Tı´tulo IV - Da
Organizac¸a˜o dos Poderes, Capı´tulo IV - do Poder Judicia´rio, Sec¸a˜o I - Das Disposic¸o˜es
Preliminares, o art.  estabelece que sa˜o o´rga˜os do Poder Judicia´rio do Estado: - o
Tribunal de Justic¸a - os Tribunais do Ju´ri - os Juı´zes de Direito e os Juı´zes Substitutos - a
Justic¸a Militar - os Juizados Especiais - os Juı´zes de Paz - e outros o´rga˜os instituı´dos por






Desembargadores Presidência Vice - Presidência 2ª Vice - Presidência Corregedoria
Geral da Justiça
Figura 3.2: O Poder Judicia´rio Catarinense, representado pelo Tribunal de Justic¸a do Estado, tem
como o´rga˜o superior o Tribunal Pleno, composto por todos os membros do Tribunal
de Justic¸a.
3.3.1 Divisa˜o Judicia´ria
A Lei    
    , de  de novembro de     , que dispo˜e sobre a adaptac¸a˜o
do Co´digo de Divisa˜o e Organizac¸a˜o Judicia´ria do Estado de Santa Catarina a` Lei Orgaˆnica
da Magistratura Nacional e da´ outras provideˆncias, determina que a divisa˜o judicia´ria para
a administrac¸a˜o da justic¸a e´ o seguinte: - distritos - subdistritos - municı´pios - comarcas
- comarcas integradas (reunia˜o de duas ou mais comarcas) - circunscric¸o˜es judicia´rias
[LE5 ].
A comarca se constitui de um ou mais municı´pios e se classifica em:
inicial, intermedia´ria, final e especial, quando o movimento forense exigir ela podera´ ser
subdividida em duas ou mais varas. As varas tem a seguinte divisa˜o: - Varas Cı´veis -
Varas Criminais - Varas dos Feitos da Fazenda Pu´blica e Acidentes de Trabalho - Varas
de Menores / Varas de Menores e Registro Pu´blico - Varas da Famı´lia, ´Orfa˜os e Sucesso˜es
- Varas de Execuc¸o˜es Penais - Juı´zos Especiais.
Os Advogados do Juı´zo de Menores e da Justic¸a Militar e a Polı´cia
Judicia´ria sa˜o o´rga˜o de colaborac¸a˜o com o Poder Judicia´rio.
3.3.2 Composic¸a˜o dos ´Orga˜os do Poder Judicia´rio
3.3.2.1 Tribunal de Justic¸a
O Tribunal de Justic¸a e´ o o´rga˜o supremo do Poder Judicia´rio do Es-
tado. Tem como sede a Capital, e jurisdic¸a˜o em todo o territo´rio estadual, compo˜e-se
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de quarenta desembargadores. O Conselho da Magistratura e a Corregedoria Geral da
Justic¸a, funcionara˜o junto ao Tribunal como o´rga˜os disciplinares. O Tribunal e´ presidido
por um de seus membros, dois outros desempenhara˜o as func¸o˜es de Vice-Presidente e de
Corregedor Geral da Justic¸a.
3.3.2.2 ´Orga˜os de Julgamento do Tribunal
Sa˜o os seguintes os o´rga˜os de Julgamento do Tribunal de Justic¸a: - o
Tribunal Pleno (constituı´do em ´Orga˜o Especial com  
 membros, dos quais sa˜o natos os
Presidente do Tribunal, o Vice-Presidente e o Corregedor-Geral da Justic¸a) - a Sec¸a˜o Civil
e as Caˆmaras Reunidas - os Grupos de Caˆmaras - as Caˆmaras Civis isoladas - as Caˆmaras
Criminais isoladas - o Conselho da Magistratura [LE5 ].
3.3.2.3 Tribunal do Ju´ri
Em cada comarca havera´ um Tribunal do Ju´ri, que sera´ constituı´do e
funcionara´ de acordo com o disposto no Co´digo de Processo Penal.
3.3.2.4 Juı´zes de Paz
Havera´ em cada distrito ou subdistrito um juiz de paz e dois suplentes.
3.3.2.5 Justic¸a Militar
Sera´ exercida pela Auditoria (composta do juiz-auditor, juiz substituto,
promotor, advogado, escriva˜o, te´cnicos judicia´rios e respectivos auxiliares e oficial de
justic¸a), e Conselho de Justic¸a em Primeira Instaˆncia (cuja composic¸a˜o observara´ o dis-
posto no Co´digo de Processo Penal Militar e na Organizac¸a˜o Judicia´ria Militar da Unia˜o).
3.3.3 Servidores da Justic¸a
Os servic¸os auxiliares, no foro judicial e no extrajudicial, sa˜o executa-
dos por servidores da justic¸a, com a denominac¸a˜o de funciona´rio e auxiliares da justic¸a.
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3.3.3.1 Funciona´rios da Justic¸a
Sa˜o os do Quadro de Pessoal do Tribunal de Justic¸a e da Corregedoria
Geral, os do Juı´zo de Menores da comarca da Capital e os demais servidores encarregados
dos servic¸os administrativos dos Juı´zos de Direito.
3.3.3.2 Auxiliares da Justic¸a
Sa˜o auxiliares da Justic¸a, na categoria de Serventua´rios os Escriva˜es, os
Tabelia˜es, os Oficiais de Registro Pu´blico, os Oficiais Maiores, os Oficiais Maiores, os
Escreventes Juramentados, os Inventariantes Judiciais, os Distribuidores, os Avaliadores
Judiciais, os Contadores, os Partidores, os Deposita´rios Pu´blicos, os Tradutores Pu´blicos,
os Inte´rpretes, os Comissa´rios de Menores, os Oficiais de Justic¸a e os Porteiros de Au-
dito´rios.
Para as finalidades deste trabalho destaca-se a competeˆncia dos seguin-
tes auxiliares da Justic¸a:
  Tabelia˜es a quem compete:
1. escrever em seus livros de notas quaisquer declarac¸o˜es de vontade na˜o defesas
em lei;
2. dar certido˜es ou traslados e autenticar, em face do original, reproduc¸a˜o por pro-
cesso de fotoco´pia, fideico´pia, xeroco´pia ou qualquer outra, de pape´is de qual-
quer natureza que lhes forem para esse fim apresentados;
3. extrair ou conferir pu´blica-forma de documento pu´blico, ou particular devida-
mente registrado;
4. aprovar testamento cerrado, consignando, por certida˜o, no livro pro´prio, as res-
pectivas aprovac¸o˜es;
5. reconhecer letra, firma e sinais pu´blicos, com expressa refereˆncia a cada uma
das firmas reconhecidas, mantendo atualizado seu registro em livro pro´prio
ou ficha´rio;
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6. exercer as func¸o˜es de oficial de protesto de tı´tulos cambia´rios onde na˜o houver
privativo;
7. remeter ao oficial do registro de imo´veis, dentro do prazo de  (vinte) di-
as, para transcric¸a˜o ou inscric¸a˜o, os traslados dos atos que lavrar relativos
a` transmissa˜o de propriedade ou constituic¸a˜o de oˆnus real, quando se tratar de
imo´veis sediados na comarca onde servir;
8. cotar, a` margem dos instrumentos, as suas custas e emolumentos;
9. fiscalizar o pagamento dos impostos devidos quanto aos atos e contratos de sua
competeˆncia;
10. comunicar, de ofı´cio, dentro de  (vinte) dias, ao oficial do registro de imo´veis
competente, a escritura de dote que lavrar ou a relac¸a˜o dos bens particulares
da mulher casada que lanc¸ar em suas notas, e notificar o responsa´vel para fazer
a inscric¸a˜o da hipoteca legal (Co´digo Civil, art. 		 ,   1);
11. propor a nomeac¸a˜o de oficial maior e escrevente juramentado;
12. registrar em livro pro´prio as procurac¸o˜es referidas nas escrituras que lavrar, fa-
zendo nestas constar apenas o nu´mero do respectivo registro, salvo se alguma
das partes exigir a transcric¸a˜o integral;
13. comprovar, sempre que solicitarem os o´rga˜os da prevideˆncia social, ter cum-
prido, nos atos do seu ofı´cio, as exigeˆncias relativas a` regularidade de situac¸a˜o
dos contribuintes das referidas instituic¸o˜es.
  Oficiais de Registro de Imo´veis, a quem incumbe:
1. exercer as atribuic¸o˜es que lhes sa˜o conferidas pela legislac¸a˜o sobre registros
pu´blicos;
2. praticar os atos referentes ao registro de transmisso˜es de imo´veis, pelo Registro
Torrens, em cujo processo lhes cabera´ funcionar como escriva˜o;
3. fornecer as certido˜es devidas, em prazo que na˜o podera´ ser superior a cinco (5)
dias;
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4. propor a nomeac¸a˜o de oficial maior e escrevente juramentado;
5. cotar, ao final dos atos praticados, sob pena de multa, o valor dos emolumentos
pagos.
  Oficiais do Registro Civil das Pessoas Naturais e Oficiais do Registro de Tı´tulos
e Documentos e das Pessoas Jurı´dicas, aos quais incumbe as func¸o˜es que lhes sa˜o
atribuı´das pela legislac¸a˜o sobre registros pu´blicos. Ressalte-se que os primeiros tem
a func¸a˜o de fazer os assentos dos registros pu´blicos, alvo da nossa pesquisa,com
destaque para os registros de nascimento, de casamento e de o´bito.
  Oficiais de Protestos de Tı´tulos Aos oficiais de protestos de tı´tulos compete:
1. lavrar em tempo e forma regular os respectivos instrumentos de protestos de
letras, notas promisso´rias, duplicatas e outros tı´tulos sujeitos a essa formali-
dade por falta de aceite ou pagamento, fazendo as transcric¸o˜es, notificac¸o˜es e
declarac¸o˜es necessa´rias, de acordo com as prescric¸o˜es legais;
2. passar certido˜es e fornecer instrumentos, bem como executar os demais atos do
seu ofı´cio;
3. depositar, no prazo de vinte e quatro (24) horas do recebimento, em estabele-
cimento banca´rio, onde houver, e em conta especial, os valores oriundos de
pagamento de tı´tulos apresentados para protesto, os quais devera˜o ser entre-
gues ou remetidos ao apresentante no prazo de 48 (quarenta e oito) horas.
  Escreventes Juramentados, a quem compete praticar todos os atos internos do car-
to´rio, devendo pore´m ser subscritos pelo respectivo titular ou pelo oficial maior, e
sob a responsabilidade destes, aqueles que dependam de fe´ pu´blica.
  Distribuidores, a quem compete:
1. distribuir entre juı´zes, escriva˜es e oficiais de Justic¸a os processos e atos sujeitos
a` distribuic¸a˜o;
2. distribuir as escrituras pelos tabelia˜es que as partes indicarem;
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3. lanc¸ar as distribuic¸o˜es nos livros competentes, devidamente autenticados, e con-
serva´-los no arquivo do carto´rio;
4. ter o seu arquivo, livros e pape´is sujeitos permanentemente a` inspec¸a˜o das auto-
ridades, e a` fiscalizac¸a˜o das partes ou seus procuradores e dos servidores da
Justic¸a interessados na distribuic¸a˜o;
5. certificar o que de seus livros consta;
6. propor a nomeac¸a˜o de escrevente juramentado.
3.3.4 Corregedoria Geral da Justic¸a
A Corregedoria Geral da Justic¸a, o´rga˜o de fiscalizac¸a˜o disciplinar, con-
trole e orientac¸a˜o dos servic¸os forenses, com jurisdic¸a˜o em todo o Estado, e´ exercida por
denominado Corregedor Geral da Justic¸a, com cooperac¸a˜o de Juı´zes Corregedores. Aos
Juı´zes Corregedores, entre outras atribuic¸o˜es, compete apreciar, nos carto´rios, o estado
do arquivo, as condic¸o˜es de higiene e a ordem dos trabalhos, dando aos serventua´rios as
instruc¸o˜es convenientes. A figura 3.3 mostra o organograma da Corregedoria Geral da
Justic¸a.
3.4 Conclusa˜o
Neste capı´tulo observou-se que a Constituic¸a˜o Brasileira define na or-
ganizac¸a˜o dos poderes, o legislativo, o executivo e o judicia´rio, com func¸o˜es tı´picas e
atı´picas. No Poder Judicia´rio do Estado o Tribunal de Justic¸a e´ o o´rga˜o supremo e a










































Figura 3.3: Corregedoria Geral da Justic¸a. ´E composta do Corregedor, func¸a˜o exercida por um
dos desembargadores, Juı´zes Corregedores e uma estrutura administrativa.
Capı´tulo 4
Servic¸os Notariais e de Registro
4.1 Introduc¸a˜o
Este capı´tulo tem o objetivo de mostrar as normas legais a`s quais os
servic¸os notariais e de registro esta˜o submetidas. Aponta a regra estabelecida na Cons-
tituic¸a˜o de  		 , e a legislac¸a˜o que regulamentou o artigo daquela Carta que culminou
com edic¸a˜o da Lei    	
 , de   de novembro de  	 , que ”Regulamenta o artigo   
da Constituic¸a˜o Federal, dispondo sobre servic¸os notariais e de registro.”. A sec¸a˜o 4.2
apresenta o dispositivo constitucional que estabeleceu os servic¸os notariais e de registro.
A sec¸a˜o 4.3 apresenta aspectos da lei que regulamentou a atividade notarial e de registro.
4.2 Da Constituic¸a˜o Federal
A Constituic¸a˜o Federal de  		 [CF8 ], estabeleceu em seu artigo   
que os servic¸os notariais e de registro sa˜o exercidos em cara´ter privado, por delegac¸a˜o
do Poder Pu´blico. O   1 remete para a lei regulamentar as atividades, disciplinar a res-
ponsabilidade civil e criminal dos nota´rios, dos oficiais de registro e de seus prepostos, e
definir a fiscalizac¸a˜o dos seus atos pelo Poder Judicia´rio. O   2 diz que lei federal esta-
belecera´ normas gerais para a fixac¸a˜o de emolumentos relativos aos atos praticados pelos
servic¸os notariais e de registro. E o   3 dispo˜e sobre o ingresso nas atividades notariais e
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de registro, o qual dependera´ de concurso pu´blico de provas e tı´tulos, na˜o permitindo que
qualquer serventia fique vaga, sem abertura de concurso de provimento ou de remoc¸a˜o
por mais de seis meses.
4.3 Da Regulamentac¸a˜o Atrave´s da Lei   	
 de  	
4.3.1 Natureza e Finalidade dos Servic¸os Notariais e de Registro
A regulamentac¸a˜o prevista no ja´ citado artigo    da Constituic¸a˜o Fe-
deral, resultou na Lei     	
 , de   de novembro de  	 , que regulamenta o referido
artigo    , dispondo sobre os servic¸os notariais e de registro [LE8 a].
O artigo 1 estabelece que servic¸os notariais e de registro sa˜o os de
organizac¸a˜o te´cnica e administrativa destinados a garantir a publicidade, autenticidade,
seguranc¸a e efica´cia aos atos jurı´dicos.
O servic¸o notarial e´ a atividade de agente pu´blico, autorizado por lei,
de redigir, formalizar e autenticar, com fe´ pu´blica, instrumentos que consubstanciam atos
jurı´dicos extrajudiciais do interesse dos solicitantes, sendo tambe´m permitido a autoridade
consulares brasileiras, na forma de legislac¸a˜o especial [CEN 00].
Servic¸os de registro dedicam-se, como regra, ao assentamento de tı´tulos
de interesse privado ou pu´blico, para garantir oponibilidade a todos os terceiros, com a pu-
blicidade que lhe e´ inerente, garantindo, por definic¸a˜o legal, a seguranc¸a, a autenticidade
e a efica´cia dos atos da vida civil a que se refiram [NAL 95].
O servic¸o notarial e de registro atribui garantia a`s pessoas naturais ou
jurı´dicas e ao direito que lhe corresponde, como meio especial de protec¸a˜o. Esta garantia
e´ pro´pria do servic¸o pu´blico. Gera responsabilidades para o Estado e para os titulares dos
respectivos servic¸os em caso de dano aos terceiros que nelas confiarem.
A lei reconhece a existeˆncia de atos e fatos jurı´dicos que devem ser co-
nhecidos por todos ou, pelo menos, conhecı´veis, sob forma de divulgac¸a˜o. Essa divulgac¸a˜o
e´ provida de autenticidade, seguranc¸a e efica´cia.
Autenticidade e´ a qualidade do que e´ confirmado por ato de autoridade,
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de coisa, documento ou declarac¸a˜o verdadeiros. A seguranc¸a e´, em parte, atingida pelos
tı´tulo notariais e pelos registros pu´blicos. Primeiramente, e´ a certeza quanto ao ato e sua
efica´cia, pore´m se este na˜o corresponder a` garantia, ha´ a seguranc¸a de que o patrimoˆnio
prejudicado sera´ devidamente recomposto. Efica´cia, no referido art. 1 significa a aptida˜o
de produzir efeitos jurı´dicos, calcada na seguranc¸a dos assentos, na autenticidade dos
nego´cios e declarac¸o˜es neles contido.
Ato jurı´dico, tambe´m previsto no art. 1, e´ a ac¸a˜o volunta´ria da pessoa
natural ou jurı´dica apta a produzir efeitos de direito. Para Ceneviva [CEN 00], a atividade
registra´ria assenta fatos jurı´dicos, ou seja, eventos humanos naturais capazes de produzir
efeitos jurı´dicos, como acontece, por exemplo, com o nascimento e a morte. E continua,
o assento lavrado nas notas tabelioas ou nos livros registra´rios se presume verdadeiro,
na˜o so´ por ser, como regra, conhecido ou conhecı´vel de todos, mas tambe´m porque o fato
ou o ato lanc¸ado assegura a plena exigibilidade de suas consequ¨eˆncias, sem surpresa ou
novidade para interessados e na˜o interessados.
O artigo 3 estabelece que nota´rio, ou tabelia˜o, e oficial de registro,
ou registrador, sa˜o profissionais do direito, dotados de fe´ pu´blica, a quem e´ delegado
o exercı´cio da atividade notarial e de registro.
Nota´rio, ou tabelia˜o e oficial de registro, ou registrador sa˜o denomina-
c¸o˜es dadas aos titulares dos carto´rios, e foram divididos assim nesta regulamentac¸a˜o do
artigo 236 da Constituic¸a˜o Federal. Os dois possuem atribuic¸o˜es e competeˆncias diferen-
tes que veremos mais adiante.
Os titulares dos carto´rios devem ser profissionais do direito, que atrave´s
de concurso pu´blico, ingressam na atividade e passam a ser delegados do Poder Pu´blico,
providos de fe´ pu´blica, e sob a fiscalizac¸a˜o do Poder Judicia´rio em cada Estado da Fede-
rac¸a˜o.
Segundo Walter Ceneviva [CEN 00], as atribuic¸o˜es do nota´rio decorrem
da necessidade de investir uma pessoa de fe´ pu´blica, para que os atos praticados por ela
ou com a sanc¸a˜o dela se revistam de tais caracterı´sticas, que passem a ter aptida˜o plena
para a produc¸a˜o de efeitos jurı´dicos, provando efetivamente a existeˆncia do direito a que
se refiram.
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4.3.2 Da Titularidade e das Atribuic¸o˜es dos Nota´rios e Registradores
No Tı´tulo I, Capı´tulo II da lei     	
 , de   de novembro de  	 , esta´
previsto as titularidades dos servic¸os notariais e de registro, bem como as atribuic¸o˜es de
cada titular:
  tabelia˜es de nota, aos quais compete privativamente:
1. lavrar escrituras e procurac¸o˜es pu´blicas;
2. lavrar testamentos pu´blicos e aprovar os cerrados;
3. lavrar atas notariais;
4. reconhecer firmas;
5. autenticar co´pias.
  tabelia˜es e oficiais de registro de contratos marı´timos, aos quais compete:
1. lavrar os atos, contratos e instrumentos relativos a transac¸o˜es de embarcac¸o˜es a
que as partes devam ou queiram dar forma legal de escritura pu´blica;
2. registrar os documentos da mesma natureza;
3. reconhecer firmas em documentos destinados a fins de direito marı´timo;
4. expedir traslados e certido˜es.
  tabelia˜es de protesto de tı´tulos, aos quais compete privativamente:
1. protocolar de imediato os documentos de dı´vida, para prova do descumprimento
da obrigac¸a˜o;
2. intimar os devedores dos tı´tulos para aceita´-los, devolve-los ou paga´-los, sob pe-
na de protesto; - receber pagamento dos tı´tulos protocolizados, dando quitac¸a˜o;
3. lavrar o protesto, registrando o ato em livro pro´prio, em microfilme ou sob outra
forma de documentac¸a˜o;
4. acatar o pedido de desisteˆncia do protesto formulado pelo apresentante;
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5. averbar o cancelamento do protestos e as alterac¸o˜es necessa´rias para atualizac¸a˜o
dos registros efetuados;
6. expedir certido˜es de atos e documentos que constem de seus registros e pape´is.
  Oficiais de registro de imo´veis, oficiais de registro tı´tulos e documentos e civis das
pessoas jurı´dicas, oficiais de registro civis das pessoas naturais e de interdic¸o˜es e
tutela, possuem as seguintes atribuic¸o˜es:
1 a pra´tica dos atos relacionados na legislac¸a˜o pertinente aos registros pu´blicos, de
que sa˜o incumbidos, independentemente de pre´via distribuic¸a˜o, mas sujeitos
os oficiais de registro de imo´veis e civis das pessoas naturais a`s normas que
definirem as circunscric¸o˜es geogra´ficas.
  oficiais de registro de distribuic¸a˜o:
1. quando previamente exigida, proceder a` distribuic¸a˜o equ¨itativa pelos servic¸os da
mesma natureza, registrando os atos praticados;
2. em caso contra´rio, registrar as comunicac¸o˜es recebidas dos o´rga˜os e servic¸os
competentes;
3. efetuar as averbac¸o˜es e os cancelamentos de sua competeˆncia;
4. expedir certido˜es de atos e documentos que constem de seus registros e pape´is.
4.3.3 Da Atividade dos Nota´rios e Registradores
A expressa˜o cara´ter privado apresentada pela Constituic¸a˜o na˜o signi-
fica que a efetivac¸a˜o dos servic¸os notariais e de registro poderia ser feita em qualquer casa
de come´rcio, na verdade os nota´rios e registradores prestam um servic¸o que esta´ sujeito a`
fiscalizac¸a˜o do poder delegante, definido como ja´ vimos, pela Constituic¸a˜o que a referida
fiscalizac¸a˜o estara´ a cargo do Poder Judicia´rio [GRA 97].
Hely Lopes Meirelles, citado por Eurico Montenegro Ju´nior [MJ 95],
em Breves Anotac¸o˜es ao Novo Estatuto dos Nota´rios e Registradores Pu´blicos, ensina
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que os agentes delegados sa˜o particulares que recebem a incumbeˆncia da execuc¸a˜o de de-
terminada atividade, obra ou servic¸o pu´blico e o realizam em nome pro´prio, por sua conta
e risco, mas segundo as normas do Estado e sob a permanente fiscalizac¸a˜o do delegante.
Ressalte-se que o nota´rio e registrador, tem a obrigac¸a˜o de dominar o
seu ofı´cio. A sua atividade assume relevaˆncia nas comunidades brasileiras. O Brasil e´
um paı´s continental e o papel desempenhado por eles nas microcumunidades e´ relevante
a seguranc¸a e exatida˜o dos atos negociais. Para Clayton Reis [REI 95] a estabilidade das
relac¸o˜es humanas decorre da precisa˜o dos atos lavrados. Nesse sentido, as func¸o˜es do
nota´rio e do registrador emergem a` condic¸a˜o de atividade social de reconhecido valor.
4.4 Conclusa˜o
Neste capı´tulo viu-se que a atividade notarial e de registro, por determi-
nac¸a˜o constitucional e´ exercida em cara´ter privado, por delegac¸a˜o do pu´blico, sendo que
a fiscalizac¸a˜o sera´ feita pelo Poder Judicia´rio.
A Lei Federal    	
  , veio para regulamentar o artigo    da Cons-





Este capı´tulo apresenta a tramitac¸a˜o dos documentos relativos aos re-
gistros civis (nascimento, casamento e o´bito), e as respectivas alterac¸o˜es nesses assentos.
Descreve-se tambe´m os procedimentos do oficial de registro civil de pessoas naturais com
base no que determina a Lei        
 [LE6 ] e tambe´m as normas da Corregedoria Geral
da Justic¸a no aˆmbito do foro extra-judicial. A sec¸a˜o 5.2 descreve os documentos de res-
ponsabilidade do Ofı´cio de Registro Civil de Pessoas Naturais.
5.2 Ofı´cio de Registro Civil de Pessoas Naturais
Os registros civis de pessoas naturais (nascimento, casamento e o´bito)
sa˜o documentos pu´blicos disciplinados pela Lei Federal        
 [LE6 ] e tem como todos
os demais registros pu´blicos, o objetivo de constituir formalidades essenciais ou na˜o, para
a validade do ato em si mesmo, ou apenas para efica´cia perante terceiros. Os registros
pu´blicos esta˜o a cargo dos nota´rios e registradores.
Segundo Wilson S.C.Batalha [dSCB 97], o registro de nascimento e da
morte tem meramente o aspecto de publicidade. O registro de emancipac¸o˜es e das opc¸o˜es
de nacionalidade, tem o objetivo de adquirir oponibilidade erga omnes (locuc¸a˜o latina
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que designa a obrigatoriedade para todos de uma norma ou decisa˜o). As sentenc¸as de
adoc¸a˜o, interdic¸a˜o e auseˆncia representam alterac¸o˜es de situac¸o˜es, direitos ou estados
e portanto, exigem a formalidade registra´ria, para se tornarem conhecidas de terceiros.
Em relac¸a˜o a casamento, as formalidades preliminares habilitam os nubentes. Com a
celebrac¸a˜o o assento adquire o aspecto de formalidade constitutiva. A separac¸a˜o judicial
ou o divo´rcio se concretizara´ com a sentenc¸a arquivada no carto´rio.
O Servic¸o de Registro Civil de Pessoas Naturais, com base no que de-
termina a Lei Federal        
 [LE6 ] e o Co´digo de Normas Foro Extrajudicial [dSC 99],
da Corregedoria Geral da Justic¸a de Santa Catarina, trabalha com os seguintes livros:
A - registro de nascimento;
B - registro de casamento;
C - registro de o´bito;
D - registro de proclamas;
E - inscric¸o˜es dos demais atos relativos ao estado civil, exclusivo da sede da comarca
ou do Servic¸o do Registro Civil da Primeira Circunscric¸a˜o do Registro Civil da
comarca.
Os livros de registro sa˜o divididos, internamente, em treˆs partes, na da
esquerda, o nu´mero de ordem, na central, o registro do ato e na terceira, a` direita, as notas,
averbac¸o˜es e retificac¸o˜es. A figura 5.1 apresenta o Ofı´cio de Registro Civil de Pessoas
Naturais.
5.2.1 Do Registro de Nascimento
O Livro A e´ uma colec¸a˜o de registros de pessoas civis. No diagrama,
procura-se descrever a situac¸a˜o de um registro ao longa da vida de um indivı´duo. Con-
forme a mudanc¸a no estado civil deste indivı´duo o registro vai sofrer alterac¸o˜es. Estas
alterac¸o˜es sa˜o realizadas em func¸a˜o de atos legais, atrave´s de anotac¸o˜es ou averbac¸o˜es.



























Figura 5.1: A Estrutura dos Livros de Registros Civis de Pessoas Naturais mostra a colec¸a˜o dos
livros que devem estar no Carto´rios, para que os Registradores processem os assentos
correspondentes a situac¸a˜o civil do indivı´duo
que compo˜em a estrutura dos livro de registros Ofı´cio de Registro Civil de Pessoas natu-
rais, apresentada anteriormente.
A tabela 5.1 mostra todo o processo de registro de nascimento.
Conforme determinam os dispositivos da Lei Federal       
 [LE6 ]
e o Co´digo de Normas de Foro Extrajudicial,da Corregedoria Geral da Justic¸a de Santa
Catarina, o processo de registro de nascimento deve ter os seguintes procedimentos:
  O registro de nascimento sera´ feito no Livro A, que compo˜e os livros do Ofı´cio de
Registro Civil de Pessoas Naturais;
  O livro de registro de nascimento e´ organizado pelo sistema de folhas soltas. O
verso da folha do registro e´ destinado a`s averbac¸o˜es e anotac¸o˜es;
  O registro deve ser declarado na circunscric¸a˜o da resideˆncia dos pais ou do local do
parto (quando o nascimento ocorrer em lugar fora do domicı´lio do declarante, deve
o Delegado exigir a certida˜o negativa de nascimento do carto´rio de onde ocorrer o
parto);
  As pessoas que tem a obrigac¸a˜o de fazer a declarac¸a˜o de nascimento sa˜o as seguin-
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Tabela 5.1: Eventos Relacionados ao Nascimento
Evento Procedimento
Nascimento Novo registro no Livro A
Casamento
1. novo registro no Livro D;
2. novo registro no Livro B;
3. anota-se no assento de nascimento.
Anulac¸a˜o/nulidade do Casamento
1. Anota-se no assento de nascimento;
2. averba-se no assento de casamento.
Divo´rcio/separac¸a˜o judicial 1. Anota-se no assento de nascimento;
2. averba-se no assento de casamento.
Restabelecimento da sociedade conjugal 1. Anota-se no assento de nascimento;
2. averba-se-se no assento de casamento.
Adoc¸a˜o
1. Novo registro no Livro A, mudando a pa-
ternidade;
2. anota-se no assentamento original o seu
cancelamento.
Alterac¸a˜o dos dados do assentamento
1. Novo registro de nascimento;
2. anota-se no assento original o seu cancela-
mento.
Emancipac¸a˜o, Interdic¸a˜o ou Auseˆncia
1. Averba-se no Livro E;
2. anota-se no assento de nascimento;
3. anota-se no assento de casamento.
Cancelamento da Interdic¸a˜o ou da Auseˆncia
1. Averba-se no Livro E;
2. anota-se no assento de nascimento;
3. anota-se no assento de casamento;
o´bito
1. Novo registro no Livro C;
2. anota-se no assento de nascimento;





3. parente mais pro´ximo;
4. Administrador do Hospital, me´dico ou parteira que tenham assistido o parto;
5. pessoa idoˆnea;
6. pessoas encarregadas da guarda do menor.
A declarac¸a˜o por pessoa que na˜o tenha procedeˆncia na ordem legal sera´ feita com
a comprovac¸a˜o da falta ou do impedimento do ascendente, constando do termo a
circunstaˆncia.
  No termo de nascimento devera´ conter as seguintes informac¸o˜es:
1. o dia, meˆs, ano e lugar do nascimento, e a hora certa, sendo possı´vel determina´-
la, ou aproximada;
2. o sexo do registrando;
3. o fato de ser geˆmeo, quando assim tiver acontecido;
4. o nome e o prenome, que forem postos a` crianc¸a;
5. a declarac¸a˜o de que nasceu morta, ou morreu no ato ou logo depois do parto;
6. a ordem de filiac¸a˜o de outros irma˜os do mesmo prenome que existirem ou tive-
rem existido;
7. os nomes e prenomes, a naturalidade, a profissa˜o dos pais, o lugar e carto´rio
onde se casaram (se for o caso), a idade da genitora, do registrando em anos
completos, na ocasia˜o do parto, e o domicı´lio ou a resideˆncia do casal;
8. os nomes e prenomes dos avo´s paternos e maternos;
9. os nomes e prenomes, a profissa˜o e a resideˆncia das duas testemunhas do assento.
  Da obrigatoriedade da DN (instituı´da pelo art.   da Lei     de  	  ):
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1. e´ obrigato´ria a partir de 1 de janeiro de  	 , a utilizac¸a˜o da Declarac¸a˜o de
Nascido Vivo - DN, por todos os ofı´cios de Registro Civil de Pessoas Natu-
rais, para o registro do assento de nascimento, devendo constar no assento, o
nu´mero da respectiva DN;
2. para nascimentos hospitalares, o Delegado do Registro Civil de Pessoas naturais
devera´ exigir a apresentac¸a˜o da via amarela (segunda via) da Declarac¸a˜o de
Nascido Vivo que sera´ emitida pelo hospital;
3. para nascimentos ocorridos em domicı´lio, o titular do Ofı´cios de Registro Civil
de Pessoas Naturais emitira´ a Declarac¸a˜o de Nascido Vivo, impresso fornecido
pela Secretaria de Estado da Sau´de, em treˆs vias.
Apo´s a lavratura do assento de nascimento, a DN (via amarela) permanecera´
em carto´rio ate´ o final do meˆs. No primeiro dia u´til de cada meˆs, as DNs (vias
amarelas) acumuladas no perı´odo sera˜o entregues ao setor responsa´vel pelo
Servic¸o de Estatı´stica Vital do SUS, do respectivo municı´pio.
  No caso de du´vida quanto a` declarac¸a˜o, podera´ o Delegado ir a` casa do rece´m-
nascido verificar a sua existeˆncia;
  a declarac¸a˜o do nascimento deve ser feita no prazo de  
 (quinze) dias do parto;
  em registro de nascimento de menor apenas com maternidade estabelecida, o De-
legado indagara´ a` ma˜e sobre a paternidade da crianc¸a, esclarecendo-a quanto a` fa-
cultatividade, seriedade e fins da declarac¸a˜o, que se destina a` averiguac¸a˜o de sua
procedeˆncia (Lei     
     ):
1. nada constara´ no assento de nascimento quanto a` alegac¸a˜o de paternidade;
2. sera´ lavrado termo de alegac¸a˜o de paternidade, em que conste prenome, nome,
profissa˜o, identidade e resideˆncia do suposto pai, fazendo refereˆncia ao nome
da crianc¸a, em duas vias, com as assinaturas da ma˜e e do oficial. O pro´prio
Delegado remetera´ uma via ao distribuidor, e a outra sera´ arquivada na ser-
ventia, em livro de folhas soltas e em ordem cronolo´gica;
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3. devera´ o oficial, em caso de recusa da declarante em fornecer o nome do suposto
pai, lavrar termo negativo de alegac¸a˜o de paternidade procedendo posterior-
mente conforme disposto no final do item anterior;
  Em caso de adoc¸a˜o:
1. a adoc¸a˜o sera´ sempre assistida pelo Poder Pu´blico (Constituic¸a˜o Federal art.

,   5);
2. a adoc¸a˜o de menor de idade somente podera´ ser efetuada atrave´s de mandado
judicial. O Oficial, cancelara´ o registro anterior do menor, dele na˜o mais for-
necendo informac¸a˜o, como se na˜o existisse e so´ expedira´ por ordem judicial.
Faz-se um novo registro e emite-se a certida˜o, com os dados do menor, de
seus pais adotivos e avo´s, como um registro natural, na˜o constando qualquer
indicac¸a˜o de tratar-se de adoc¸a˜o.
5.2.1.1 Averbac¸o˜es no Livro de Nascimento
  No livro de nascimento, sera´ averbado o seguinte:
1. as sentenc¸as que julgarem ilegı´timos os filhos concebidos nas constaˆncia do ca-
samento;
2. as sentenc¸as que declararem legı´tima a filiac¸a˜o;
3. as escrituras de adoc¸a˜o e os atos que a dissolverem (consenso das partes ou
ocorreˆncia de hipo´tese legal de deserdac¸a˜o);
4. o reconhecimento judicial ou volunta´rio dos filhos ilegı´timos;
5. a perda de nacionalidade brasileira, quando comunicada pelo Ministe´rio da Justic¸a;




  O art.    da Lei        
 , diz que sera´ feita, de ofı´cio, diretamente quando no mes-
mo carto´rio, ou por comunicac¸a˜o do oficial que registrar o casamento, a averbac¸a˜o
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da legitimac¸a˜o dos filhos por subsequ¨ente matrimoˆnio dos pais, quando tal cir-
cunstaˆncia constar do assento de casamento.
5.2.1.2 Anotac¸o˜es no Livro de Nascimento
  O art.   da Lei        
 determina que sempre que o oficial fizer algum regis-
tro ou averbac¸a˜o, devera´, no prazo de cinco (5) dias, anota´-lo nos atos anteriores,
com remisso˜es recı´procas, se lanc¸ados em seu carto´rio, ou fara´ comunicac¸a˜o, com
resumo do assento, ao oficial em cujo carto´rio estiverem os registros primitivos,
obedecendo-se sempre a` forma prescrita no artigo 99 da referida lei, ou seja, a
averbac¸a˜o sera´ feita mediante a indicac¸a˜o minuciosa da sentenc¸a ou ato que a de-
terminar.
  O para´grafo u´nico do art.   , da Lei        de     diz que as comunicac¸o˜es
previstas no seu caput sera˜o feitas mediante cartas relacionadas em protocolo,
anotando-se a` margem ou sob o ato comunicado, o nu´mero de protocolo e ficara˜o
arquivadas no carto´rio que as receber.
  O art.   da Lei        
 estabelece que o o´bito devera´ ser anotado, com as re-
misso˜es recı´procas, nos assentos de casamento e nascimento, e o casamento no
deste.
  O   1 do art.   da Lei        
 preveˆ que a emancipac¸a˜o, a interdic¸a˜o e a auseˆncia
sera˜o anotadas pela mesma forma, estabelecida no caput do artigo, nos assentos de
nascimento e casamento, bem como a mudanc¸a do nome da mulher, em virtude de
casamento, ou sua dissoluc¸a˜o, anulac¸a˜o ou desquite.
  O   2 do art.   da Lei        
 , preveˆ que a dissoluc¸a˜o e a anulac¸a˜o do casamento
e o restabelecimento da sociedade conjugal sera˜o, tambe´m, anotadas nos assentos
de nascimento dos coˆnjuges.
  O art.  
	
 do Co´digo de Normas Foro Extrajudicial, diz que anotar-se-a´ tambe´m
nos assentos de casamento e de nascimento, a mudanc¸a do nome da mulher em
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virtude da separac¸a˜o judicial, do divo´rcio, ou da anulac¸a˜o do casamento e do resta-
belecimento da sociedade conjugal.
O art.    da Lei        
 , estabelece que os oficiais, ale´m das penas disciplinares em que
incorrerem, sa˜o responsa´veis civil e criminalmente pela omissa˜o ou atraso na remessa de
comunicac¸o˜es a outros carto´rios.
5.2.2 Do Registro de Casamento
O Livro B e´ composto dos registros de casamento. Na tabela 5.2 procura-
se apresentar a situac¸a˜o de um registro de casamento ao longa da vida de um indivı´duo.
Conforme a mudanc¸a no estado civil deste indivı´duo o registro vai sofrer alterac¸o˜es. No
registro de casamento sera˜o averbadas, por exemplo as sentenc¸as do divo´rcio e anotado o
o´bito do indivı´duo. O Livro D pode ser formado por uma das vias do edital de proclamas,
onde sa˜o lanc¸ados os termos de abertura e encerramento.
A tabela 5.2 mostra o processo de registro de casamento.
5.2.2.1 Da Habilitac¸a˜o Para o Casamento
Conforme determinam os dispositivos da Lei Federal       
 e o Co´digo
de Normas de Foro Extrajudicial,da Corregedoria Geral da Justic¸a de Santa Catarina, o
processo de registro de casamento deve ter os seguintes procedimentos:
  O registro de casamento sera´ feito no Livro B, dos livros do Ofı´cio de Registro
Civil de Pessoas Naturais.
  O pedido de habilitac¸a˜o para o casamento dirigido ao Delegado do registro do dis-
trito de resideˆncia de um dos nubentes, sera´ instruı´do com os seguintes documentos:
1. certida˜o de nascimento;
2. domicı´lio dos contraentes e dos pais;
3. autorizac¸a˜o das pessoas sob cuja dependeˆncia estiverem;
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Tabela 5.2: Eventos Relacionados ao Casamento
Evento Procedimento
Casamento
1. Novo registro no Livro D;
2. novo registro no Livro B;
3. anota-se no assento de nascimento.
Divo´rcio/Separac¸a˜o judicial 1. Averba-se no Livro B;
2. anota-se no assento de nascimento.
Anulac¸a˜o/nulidade do casamento
1. Averba-se no Livro B;
2. anota-se no assento de nascimento.
Restabelecimento da sociedade conjugal 1. Averba-se no Livro B;
2. anota-se no assento de nascimento.
Emancipac¸a˜o, Interdic¸a˜o ou Auseˆncia
1. Averba-se no Livro E;
2. anota-se no assento de nascimento;
3. anota-se no assento de casamento.
Cancelamento da Interdic¸a˜o ou Auseˆncia
1. Averba-se no Livro E;
2. anota-se no assento de nascimento;
3. anota-se no assento de casamento.
´Obito
1. Novo registro no Livro C;
2. anota-se no assento de casamento;
3. anota-se no assento de nascimento.
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4. certida˜o de o´bito do coˆnjuge falecido ou anulac¸a˜o, do casamento ou da averbac¸a˜o
da sentenc¸a de divo´rcio de casamento anterior.
5.2.2.2 Do Edital De Proclamas
  Os proclamas expedidos pelo carto´rio e os recebidos de outros ofı´cios sera˜o regis-
trados no Livro D, em ordem cronolo´gica;
  No caso dos nubentes residirem em diferentes distritos do Registro Civil, o Edital
sera´ publicado e registrado em um e em outro.
5.2.2.3 Do Casamento
  Conforme estabelece o art. 70 da Lei       
 , logo depois de celebrado o ma-
trimoˆnio, sera´ lavrado assento, assinado pelo presidente do ato, os coˆnjuges, as
testemunhas e o oficial, sendo exarados:
1. os nomes, prenomes, nacionalidade, data e lugar do nascimento, profissa˜o, do-
micı´lio e resideˆncia atual dos coˆnjuges;
2. os nomes, prenomes, nacionalidade, data de nascimento ou de morte, domicı´lio
e resideˆncia atual dos pais;
3. os nomes e prenomes do coˆnjuge precedente e a data da dissoluc¸a˜o do casamento
anterior, quando for o caso;
4. a data da publicac¸a˜o dos proclamas e da celebrac¸a˜o do casamento;
5. a relac¸a˜o dos documentos apresentados ao oficial do registro;
6. os nomes, prenomes, nacionalidade, profissa˜o, domicı´lio e resideˆncia atual das
testemunhas;
7. o regime de casamento, com declarac¸a˜o da data e do carto´rio em cujas notas foi
tomada a escritura antenupcial, quando o regime na˜o for o da comunha˜o ou o
legal que sendo conhecido, sera´ declarado expressamente;
8. o nome, que passa a ter a mulher, em virtude do casamento;
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9. os nomes e as idades dos filhos havidos de matrimoˆnio anterior ou legitimados
pelo casamento.
10. `A margem do termo, a impressa˜o digital do contraente que na˜o souber assinar
o nome.
As testemunhas sera˜o, pelo menos, duas, na˜o dispondo a lei de modo
diverso.
5.2.2.4 Do Registro do Casamento Religioso para Efeitos Civis
  O art.   da Lei        
 , diz que os nubentes habilitados para o casamento po-
dera˜o pedir ao oficial que lhe fornec¸a a respectiva certida˜o, para se casarem perante
autoridade ou ministro religioso, nela mencionando o prazo legal de validade da
habilitac¸a˜o.
  O art.  da Lei        
 preveˆ que os requisitos do termo ou assento do casamento
religioso, subscrito pela autoridade ou ministro que o celebrar, pelos nubentes e por
duas testemunhas, sera˜o os do art.  desta lei, exceto o 5.
5.2.2.5 Do Casamento em Iminente Risco de Vida
  O art. 76 da Lei        
 , diz que ocorrendo iminente risco de vida de algum dos
contraentes, e na˜o sendo possı´vel a presenc¸a da autoridade competente para presidir
o ato, o casamento podera´ realizar-se na presenc¸a de  (seis) testemunhas, que com-
parecera˜o, dentro de 5 (cinco) dias, perante a autoridade judicia´ria mais pro´xima, a
fim de que sejam reduzidas a termo suas declarac¸o˜es.
  Apo´s transitada em julgado a sentenc¸a, o Juiz mandara´ registra´-la no Livro de Ca-
samento.
5.2.2.6 Das Averbac¸o˜es no Livro de Casamento
  O art.   da Lei        
 , preveˆ que no livro de casamento, sera´ feita averbac¸a˜o da
sentenc¸a de nulidade e anulac¸a˜o de casamento, bem como do desquite, declarando-
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se a data em que o Juiz a proferiu, a sua conclusa˜o, os nomes das partes e o traˆnsito
em julgado.
  O Co´digo de Normas Foro Extrajudicial, estabelece em seu art.  
  , que na averbac¸a˜o
da sentenc¸a judicial indicar-se-a´ o juı´zo e o nome do juiz que a proferiu, a data em
que foi prolatada ou o seu traˆnsito em julgado e o nome que a mulher passou a
adotar. Ja´ em seu art.  
  , diz que a averbac¸a˜o da sentenc¸a de divo´rcio atendera´ as
disposic¸o˜es da separac¸a˜o judicial, no que couber.
  O art.    da Lei        
 , diz que sera´ tambe´m averbado, com as mesmas indicac¸o˜es
e efeitos, o ato de restabelecimento de sociedade conjugal.
5.2.2.7 Das Anotac¸o˜es no Livro de Casamento
  O art.   da Lei        
 determina que sempre que o oficial fizer algum regis-
tro ou averbac¸a˜o, devera´, no prazo de 5 (cinco) dias, anota´-lo nos atos anteriores,
com remisso˜es recı´procas, se lanc¸ados em seu carto´rio, ou fara´ comunicac¸a˜o, com
resumo do assento, ao oficial em cujo carto´rio estiverem os registros primitivos,
obedecendo-se sempre a` forma prescrita no artigo 	 da referida lei, ou seja, a
averbac¸a˜o sera´ feita mediante a indicac¸a˜o minuciosa da sentenc¸a ou ato que a de-
terminar.
  O para´grafo u´nico do art.   , da Lei       
 diz que as comunicac¸o˜es previstas
no seu caput sera˜o feitas mediante cartas relacionadas em protocolo, anotando-se
a` margem ou sob o ato comunicado, o nu´mero de protocolo e ficara˜o arquivadas no
carto´rio que as receber.
  O art.   da Lei        
 estabelece que o o´bito devera´ ser anotado, com as re-
misso˜es recı´procas, nos assentos de casamento e nascimento, e o casamento no
deste.
  O   1 do art.   da Lei        
 preveˆ que a emancipac¸a˜o, a interdic¸a˜o e a auseˆncia
sera˜o anotadas pela mesma forma, estabelecida no caput do artigo, nos assentos de
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Tabela 5.3: Eventos Relacionados ao ´Obito
Evento Procedimento
´Obito
1. Novo registro no Livro C;
2. anota-se no assento de nascimento;
3. anota-se no assento de casamento.
nascimento e casamento, bem como a mudanc¸a do nome da mulher, em virtude de
casamento, ou sua dissoluc¸a˜o, anulac¸a˜o ou desquite.
  O art.  
	
 do Co´digo de Normas Foro Extrajudicial, diz que anotar-se-a´ tambe´m
nos assentos de casamento e de nascimento, a mudanc¸a do nome da mulher em
virtude da separac¸a˜o judicial, do divo´rcio, ou da anulac¸a˜o do casamento e do resta-
belecimento da sociedade conjugal.
O art.    da Lei        
 , estabelece que os oficiais, ale´m das penas
disciplinares em que incorrerem, sa˜o responsa´veis civil e criminalmente pela omissa˜o ou
atraso na remessa de comunicac¸o˜es a outros carto´rios.
5.2.3 Do Registro de ´Obito
No Livro C dos livros que compo˜em a estrutura Ofı´cio de Civil de
Pessoas Naturais e´ registrado o o´bito do indivı´duo. No diagrama procura-se descrever a
situac¸a˜o de um registro de o´bito.
A tabela 5.3 mostra o processo de registro de o´bito.
Conforme determinam os dispositivos da Lei Federal       
 e o Co´digo
de Normas de Foro Extrajudicial,da Corregedoria Geral da Justic¸a de Santa Catarina, o
processo de registro de o´bito deve ter os seguintes procedimentos:
  Sera´ feito no Livro C que compo˜e os livros dos Ofı´cios de Registro Civil de Pessoas
Naturais.
  O art. 77 da Lei        
 , preveˆ que nenhum sepultamento sera´ feito sem certida˜o
do oficial de registro do lugar do falecimento, extraı´da apo´s a lavratura do assento
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de o´bito, em vista do atestado do me´dico, se houver no lugar, ou em caso contra´rio,
de duas pessoas qualificadas que tiverem presenciado ou verificado a morte.
  A obrigac¸a˜o de fazer a declarac¸a˜o de o´bito cabe a`s seguintes pessoas:
1. o chefe de famı´lia, a respeito de sua mulher, filhos, ho´spedes, agregados e
faˆmulos;
2. a viu´va, a respeito de seu marido, e de cada uma das pessoas indicadas no
nu´mero antecedente;
3. o filho, a respeito do pai ou da ma˜e; o irma˜o, a respeito dos irma˜os e demais
pessoas de casa, indicadas no n. 1; o parente mais pro´ximo maior e presente;
4. o administrador, diretor ou gerente de qualquer estabelecimento pu´blico ou par-
ticular, a respeito dos que nele faleceram, salvo se estiver presente algum pa-
rente em grau acima indicado;
5. na falta de pessoa competente, nos termos dos nu´meros anteriores, a que tiver
assistido aos u´ltimos momentos do finado, o me´dico, o sacerdote ou vizinho
que do falecimento tiver notı´cia;
6. a autoridade policial, a respeito de pessoas encontradas mortas.
  d) O assento de o´bito devera´ conter (art. 80 da lei     
 ):
1. a hora, se possı´vel, dia, meˆs e ano do falecimento;
2. o lugar do falecimento, com indicac¸a˜o precisa;
3. prenome, nome, sexo, idade, cor, estado, profissa˜o, naturalidade, domicı´lio e
resideˆncia do morto;
4. se era casado, o nome do coˆnjuge sobrevivente, mesmo quando desquitado; se
viu´vo, o do coˆnjuge pre´-defunto; e o carto´rio de casamento em ambos os
casos;
5. os nomes, prenomes, profissa˜o,naturalidade e resideˆncia dos pais;
6. se faleceu com testamento conhecido;
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7. se deixou filhos, nome e idade de cada um;
8. se a morte foi natural ou violenta e a causa conhecida, com o nome dos atestan-
tes;
9. lugar do sepultamento;
10. se deixou bens e herdeiros menores ou interditos;
11. se era eleitor.
  O Delegado deve encaminhar nos primeiros 
 (cinco) dias de cada meˆs, as comunicac¸o˜es
de o´bito ocorridos no perı´odo:
1. ao Instituto Nacional do Seguro Social - INSS;
2. ao Ministe´rio do Exe´rcito;
3. a`s unidades sanita´rias das respectivas comarcas;
4. ao juiz eleitoral, quando o falecido for eleitor;
5. a`s Polı´cia Federal, a`s embaixadas ou repartic¸o˜es consulares das respectivas re-
gio˜es, quando o registro envolver estrangeiros. Nesta comunicac¸a˜o devera´
constar: o nome do falecido; a filiac¸a˜o; a data de nascimento; o nu´mero da
ce´dula de identidade. a`s Polı´cia Federal, a`s embaixadas ou repartic¸o˜es consu-
lares das respectivas regio˜es, quando o registro envolver estrangeiros. Nesta
comunicac¸a˜o devera´ constar:
1. o nome do falecido;
2. a filiac¸a˜o;
3. a data de nascimento; d) o nu´mero da ce´dula de identidade.
Conforme o art.    do Co´digo de Normas Foro Extrajudicial, o o´bito deve ser comu-
nicado ao delegado que lavrou o nascimento e casamento, que devera´ ser arquivada em
pasta pro´pria, em ordem cronolo´gica.
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Tabela 5.4: Eventos Relacionados a Emancipac¸a˜o, Interdic¸a˜o ou Auseˆncia
Evento Procedimento
Emancipac¸a˜o Interdic¸a˜o ou Auseˆncia
1. Averba-se no Livro E;
2. anota-se no assento de nascimento;
3. anota-se no assento de casamento.
Cancelamento da interdic¸a˜o ou auseˆncia
1. Averba-se no Livro E;
2. anota-se no assento de nascimento;
3. anota-se no assento de casamento.
5.2.4 Do Registro da Emancipac¸a˜o, Interdic¸a˜o e Auseˆncia
No Livro E e´ feita a inscric¸a˜o da emancipac¸a˜o, interdic¸a˜o e auseˆncia,
estes tambe´m atos relativos ao estado civil. No diagrama procura-se descrever a situac¸a˜o
destes registros no decorrer da vida de um indivı´duo, mostrando que estas condic¸o˜es no
estado civil da pessoa devem ser anotadas nos registros anteriores.
A tabela 5.4 mostra o processo de registro da emancipac¸a˜o, interdic¸a˜o
e auseˆncia.
5.2.4.1 Da Emancipac¸a˜o
Os procedimentos para o registro de emancipac¸a˜o, definidos pelos ins-
trumentos legais pertinentes, sa˜o os seguintes:
  O art. 	 da Lei        
 , preveˆ que no carto´rio do 1 Ofı´cio ou da 1ł subdivisa˜o
judicia´ria de cada comarca sera˜o registrados, em livro especial, as sentenc¸as de
emancipac¸a˜o, bem como os atos dos pais que a concederem, em relac¸a˜o aos meno-
res nela domiciliados.
  No registro de emancipac¸a˜o constara˜o:
1. data do registro e da emancipac¸a˜o;
2. nome, prenome, idade, filiac¸a˜o, profissa˜o, naturalidade e resideˆncia do emanci-
pado; data e carto´rio em que foi registrado o seu nascimento;
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3. nome, profissa˜o, naturalidade e resideˆncia dos pais ou do tutor.
5.2.4.2 Da Interdic¸a˜o
Os procedimentos para o registro de interdic¸a˜o, definidos pelos instru-
mentos legais pertinentes, sa˜o os seguintes:
  O art.   da Lei        
 , estabelece que as interdic¸o˜es sera˜o registradas no mesmo
carto´rio e no mesmo livro em que e´ feito o registro de emancipac¸a˜o.
  No registro de interdic¸a˜o constara˜o:
1. data do registro;
2. nome, prenome, idade, estado civil, profissa˜o, naturalidade, domicı´lio e resideˆncia
do interdito, data e carto´rio em que forem registrados o nascimento e o casa-
mento, bem como o nome do coˆnjuge, se for casado;
3. data da sentenc¸a, nome e vara do Juiz que a proferiu;
4. nome, profissa˜o, estado civil, domicı´lio e resideˆncia do curador;
5. nome do requerente da interdic¸a˜o e causa desta;
6. limites da curadoria,quando for parcial a interdic¸a˜o;
7. lugar onde esta´ internado o interdito.
5.2.4.3 Da Auseˆncia
Os procedimentos para o registro de auseˆncia, definidos pelos instru-
mentos legais pertinentes, sa˜o os seguintes:
  O art.  da Lei        
 , preveˆ que o registro das sentenc¸as declarato´rias de
auseˆncia, que nomearem curador, sera´ feita no carto´rio do domicı´lio anterior do
ausente, com as mesmas cautelas e efeitos do registro de interdic¸a˜o.
  No registro de auseˆncia constara˜o:
1. data do registro;
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2. nome, idade, estado civil, profissa˜o e domicı´lio anterior do ausente, data e carto´rio
em que foram registrados o nascimento e o casamento, bem como o nome do
coˆnjuge, se for casado;
3. tempo de auseˆncia ate´ a data da sentenc¸a;
4. nome do promotor do processo;
5. data da sentenc¸a, nome e vara do Juiz que a proferiu;
6. nome, estado, profissa˜o, domicı´lio e resideˆncia do curador e os limites da cura-
tela.
5.2.5 Da Adoc¸a˜o
Os procedimentos para o registro de adoc¸a˜o, definidos pelos instrumen-
tos legais pertinentes, sa˜o os seguintes:
  O art. 
 da Lei        
 , determina que sera˜o registradas no registro de nascimento
as sentenc¸as de legitimac¸a˜o adotivas, consignando-se nele o nome dos pais adotivos
como pais legı´timos e dos ascendentes dos mesmos, se ja´ falecidos, ou sendo vivos
se houverem, em qualquer tempo, manifestado por escrito sua adesa˜o ao ato.
  O para´grafo u´nico do art. 
 , estabelece que o mandado sera´ arquivado dele na˜o po-
dendo o oficial fornecer certida˜o, a na˜o ser por determinac¸a˜o judicial e em segredo
de justic¸a, para salva guarda de direitos.
  O art.   da Lei        
 , diz que feito o registro, sera´ cancelado o assento de
nascimento original do menor.
5.3 Conclusa˜o
Este capı´tulo, atrave´s de uma descric¸a˜o e representac¸a˜o gra´fica de um
registro, apresentou a tramitac¸a˜o dos documentos concernentes ao estado civil do in-
divı´duo, mostrando que todos os fatos supervenientes da˜o origem a uma anotac¸a˜o ou




Este capı´tulo tem por finalidade apresentar alguns conceitos a respei-
to de documentos tradicionais e eletroˆnicos e os requisitos para a sua validade jurı´dica.
Aborda especialmente as te´cnicas utilizadas para garantir a confiabilidade do processo
eletroˆnico, quais sejam,a criptografia sime´trica e assime´trica, assinatura digital e autori-
dades certificadoras. Trata tambe´m da regulamentac¸a˜o da assinatura digital no Brasil. A
sec¸a˜o 6.2 apresenta conceitos de documento e documento jurı´dico. A sec¸a˜o 6.3 apresenta
conceitos relacionados ao documento eletroˆnico. A sec¸a˜o 6.4 mostra algumas te´cnicas
para a seguranc¸a da informac¸a˜o. A sec¸a˜o 6.5 apresenta as propostas de regulamentac¸a˜o
da assinatura digital no Brasil. A sec¸a˜o 6.6 aborda, de forma comparativa, aspectos de
documento tradicional e eletroˆnico.
6.2 Documentos Tradicionais
Segundo o diciona´rio Aure´lio [dHF 86], documento significa qualquer
base de conhecimento, fixada materialmente e disposta de maneira que se possa utilizar
para consulta, estudo ou prova.
Do ponto de vista da validade jurı´dica do documento, este e´ a relevaˆncia
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jurı´dica do escrito, ou seja, e´ necessa´rio que a expressa˜o do pensamento nele contido tenha
a possibilidade de gerar consequ¨eˆncia no plano jurı´dico. No direito os documentos sa˜o
provas de um fato ou de uma afirmac¸a˜o [ZOC 98].
Os documentos sob o aspecto jurı´dico, devem possuir alguns elementos
a eles relacionados, que se referem a caracterı´sticas que sa˜o observadas quando da sua
utilizac¸a˜o como prova, os quais sa˜o os seguintes:
  autor e identidade;
  assinatura e falsidade de assinatura;
  veracidade e falsidade documental.
Ao se constituir em um elemento probato´rio, o documento necessita
preencher, basicamente, os seguintes requisitos:
  verificac¸a˜o de integridade;
  verificac¸a˜o de autenticidade;
  verificac¸a˜o de tempestividade (data).
Os documentos podem ser classificados segundo va´rios aspectos jurı´di-
cos, e entre os mais importantes esta˜o: documentos e instrumentos; documentos diretos e
indiretos e documentos pu´blicos e particulares. Estes u´ltimos sera˜o por no´s conceituados
em func¸a˜o de serem o alvo da nossa pesquisa, ou seja, o Ofı´cio de Registro Civil de Pes-
soas Naturais que tem a responsabilidade de emitir os registro civis que sa˜o documentos
pu´blicos.
No vocabula´rio jurı´dico [SIL 73, DIN 98] encontramos os seguintes
conceitos para documento particular e documento pu´blico:
  documento particular - Assim se entende o que e´ escrito pela pro´pria pessoa que
o passou ou escreveu. ´E assim o que e´ feito, particularmente, sob assinatura das
partes sem a intervenc¸a˜o do serventua´rio pu´blico.
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  documento pu´blico - Entende-se como documento pu´blico todo o ato escrito e pas-
sado por serventua´rio pu´blico, no livro de seu ofı´cio ou carto´rio, ou em repartic¸a˜o
pu´blica, segundo as prescric¸o˜es e formalidades legais, exigidas para sua autentici-
dade e legalidade. Tambe´m tem o nome de escritura pu´blica.
Segundo Sı´lvio Rodrigues, citado por Zoccolli em Documentos Ele-
troˆnicos (stricto Sensu) e a Sua Validade Jurı´dica [ZOC 98], documentos pu´blicos sa˜o
aqueles emanados de autoridades pu´blicas, enquanto que documentos particulares sa˜o
aqueles emanados da atividade privada, ou seja, aqueles para a formac¸a˜o dos quais na˜o
ocorreu interfereˆncia de agentes pu´blicos.
Depreende-se, portanto que para um documento ser pu´blico ele precisa
ser formado com a interfereˆncia de um agente pu´blico.
6.3 Documentos Eletroˆnicos
Documentos eletroˆnicos sa˜o informac¸o˜es armazenadas de computador,
sendo portanto compostos por bits [ROS 00].
Para que possuam validade jurı´dica plena (atributo da efica´cia probato´ria)
os documentos eletroˆnicos devem preencher requisitos, que a princı´pio seriam os mesmos
dos documentos tradicionais acima citados, entretanto, pelas suas peculiaridades, perma-
necem alguns questionamentos:
  como saber se um documento e´ de quem aparece como autor (imputac¸a˜o) ?
  como saber se a mensagem transmitida na˜o sofre alterac¸a˜o (integridade)?
  como saber se o documento enviado para uma pessoa foi efetivamente recebido por
ela?
  se todos os requisitos precedentes foram preenchidos, como demonstrar tudo isso ?
Para que os documentos eletroˆnicos possuam o atributo da efica´cia,
devem preencher requisitos. Estes requisitos, em termos de finalidades, apresentam-se
iguais a`queles exigidos nos documentos tradicionais, quais sejam:
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  integridade - permita controle sobre o seu conteu´do, impossibilitando adulterac¸o˜es;
  autenticidade - permita determinar sua autoria, sua paternidade e sua provenieˆncia;
  tempestividade - possua uma forma aceita´vel de data´-lo.
Uma possı´vel soluc¸a˜o para os problemas levantados acima seria a assi-
natura digital. Para tanto existem algumas tecnologias que va˜o nessa direc¸a˜o, que abor-
daremos a seguir.
6.4 Te´cnicas para Manter as Informac¸o˜es Seguras
A seguranc¸a em computac¸a˜o utiliza as te´cnicas de criptografia para ga-
rantir confiabilidade ao processo eletroˆnico [SAT 99]. A criptografia e´ a tecnologia base
de todo o processo e representa um conjunto de te´cnicas que sa˜o usadas para manter a
informac¸a˜o segura. Pode ser definida tambe´m como a arte de escrever em cifras ou em
co´digos de forma a permitir que apenas um destinata´rio autorizado seja capaz de efetuar
a decifragem [SCH 95, DIF 88].
A ide´ia da criptografia tem milhares de anos. Generais gregos e roma-
nos usavam a criptografia para enviar mensagens em co´digos aos comandantes de campo.
Estes sistemas antigos baseavam-se am duas te´cnicas: substituic¸a˜o e transposic¸a˜o. A
substituic¸a˜o baseia-se no princı´pio de substituir cada letra da mensagem por outra. A
transposic¸a˜o baseia-se na mistura dos caracteres da mensagem. Nesse sistema a mensa-
gem e´ escrita em uma tabela linha por linha, e depois lida coluna por coluna [GAR 99].
Atualmente, algoritmos (operac¸o˜es matema´ticas) executados em computadores digitais
de alta velocidade usam combinac¸o˜es de transposic¸a˜o e substituic¸a˜o, assim como outras
func¸o˜es matema´ticas.
A criptografia e´ um processo no qual o texto limpo e´ transformado em
um texto cifrado por meio de uma chave ou senha. A decifragem e´ o processo inver-




A criptografia sime´trica e´ utilizada desde os primo´rdios da humanidade
e consiste de uma mesma senha1 ou chave para cifrar e decifrar a mensagem. O grande
problema desta te´cnica e´ que duas pessoas que troquem informac¸o˜es precisam antes trocar
a senha de cifragem e decifragem.













Figura 6.1: Criptografia sime´trica. O texto aberto e´ convertido em texto cifrado usando a mesma
chave.
6.4.2 Criptografia Assime´trica
A criptografia assime´trica foi criada em meados da de´cada de  . Ela
trabalha com duas chaves que sa˜o de tal modo interrelacionadas, que uma desfaz o que
a outra faz. Se uma mensagem e´ cifrada com a chave privada de uma pessoa x, esta
mensagem so´ podera´ ser decifrada com a chave pu´blica da pessoa x; se uma mensagem
e´ cifrada com a chave pu´blica da pessoa x, somente a chave privada de x ira´ decifrar a
mensagem. Na˜o e´ possı´vel decifrar uma mensagem com a mesma chave utilizada para
1Na realidade a senha que pode ser um conjunto de caracteres alfanume´ricos e´ convertida pelo compu-
tador para um nu´mero ou chave.
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cifrar. Com o uso da criptografia assime´trica e´ possı´vel assinar documentos eletroˆnicos
de modo a identificar o signata´rio e a tornar inaltera´vel o conteu´do assinado.
A figura 6.2 ilustra o processo de criptografia assime´trica para proceder



















Figura 6.2: Criptografia Assime´trica. O texto aberto e´ convertido em texto cifrado usando a chave
pu´blica do destinata´rio.
6.4.3 Assinatura Digital
A assinatura digital, que se utiliza da te´cnica de criptografia assime´trica,
funciona para os documentos eletroˆnicos como uma assinatura a ma˜o funciona em docu-
mentos tradicionais. A assinatura digital e´ uma informac¸a˜o impossı´vel de se falsificar e
que garante que certa pessoa escreveu ou concordou com o documento ao qual sua assina-
tura esta´ anexada. As assinaturas digitais permitem a autenticac¸a˜o de mensagens digitais,
assegurando ao destinata´rio de qualquer mensagem digital a identidade de quem enviou e
a integridade da mensagem.
A figura 6.3 ilustra o processo de criptografia assime´trica para proceder




















Figura 6.3: Assinatura Digital. O texto aberto e´ convertido em texto cifrado usando a chave
privada do emissor.
6.4.4 Certificado Digital
´E um arquivo de computador que identifica quem voceˆ e´. Alguns apli-
cativos de software utilizam esse arquivo para comprovar sua identidade. Por exemplo,
o certificado funciona como uma carteira de identidade, ele confirma a sua identidade
quando voceˆ acessa banco de dados que exigem identificac¸a˜o. O certificado normalmente
conte´m as seguintes informac¸o˜es: sua chave pu´blica; seu nome e enderec¸o de e-mail; data
de validade da chave pu´blica; nome da Autoridade Certificadora que emitiu seu Certifi-
cado Digital; nu´mero de se´rie do Certificado Digital e Assinatura Digital da Autoridade
Certificadora [IT 00].
A figura 6.4 mostra o conteu´do de um certificado digital [ITU 97].
6.5 Regulamentac¸a˜o da Assinatura Digital no Brasil
No Brasil ha´ algumas iniciativas que pretendem regulamentar a assina-
tura digital, como o Projeto de Lei     de  		 ; o Projeto de Lei      	 , de  		
[PL1 a]; o Projeto de Lei      

























































Figura 6.4: Certificado Digital. Informac¸o˜es contidas em um certificado digital recomendado
pelo X.509v3 do ITU-T.

		
, submetida a consulta pu´blica; a Medida Proviso´ria    , editada em junho de  
[MP2 a] ; e a Medida Proviso´ria   	  de  de julho de   [MP2 b].
6.5.1 Projeto de Lei    , de 
			 , do Senado Federal
Projeto de Lei     , de  		 , do Senado Federal, dispo˜e sobre o come´rcio
eletroˆnico. Segundo Aldemario Arau´jo Castro [CAS 01] este projeto incorpora, na esseˆncia,
a lei modelo da UNCITRAL - Lei Modelo das Nac¸o˜es Unidas sobre Come´rcio Eletroˆnico.
Diz ainda que em  	  , a Organizac¸a˜o das Nac¸o˜es Unidas, por interme´dio da Comissa˜o
das Nac¸o˜es Unidas para leis de come´rcio internacional (UNCITRAL), desenvolveu uma
lei modelo buscando a maior uniformizac¸a˜o possı´vel da legislac¸a˜o sobre a mate´ria no
plano internacional. Na parte concernente a assinatura digital, a lei modelo consagra o
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princı´pio da neutralidade tecnolo´gica, na˜o se fixando em te´cnicas atuais e possibilitando
a inovac¸a˜o tecnolo´gica sem alterac¸a˜o na legislac¸a˜o. Deixa as especificac¸o˜es te´cnicas para
o campo da regulamentac¸a˜o.
6.5.2 Projeto de Lei       , de 
			 , da Caˆmara dos Deputados
Institui a fatura eletroˆnica digital, nas transac¸o˜es de come´rcio eletroˆnico.
Este projeto possui apenas dois artigos e a certificac¸a˜o por o´rga˜o pu´blico.
Art. 1 - Fica instituı´da a fatura eletroˆnica assim como a assinatura digi-
tal, nas transac¸o˜es comerciais eletroˆnicas realizadas em todo o territo´rio nacional.
Art. 2 - A assinatura digital tera´ sua autenticac¸a˜o e reconhecimento
certificado por o´rga˜o pu´blico que sera´ regulamentado para este fim.
Para´grafo u´nico. Toda documentac¸a˜o eletroˆnica, bem como o cadas-
tro de assinaturas digitais, devera˜o estar com seus registros disponı´veis para avaliac¸a˜o e
fiscalizac¸a˜o dos o´rga˜os federais responsa´veis.
6.5.3 Projeto de Lei       	 , de 
			 , da Caˆmara dos Deputados
Dispo˜e sobre o come´rcio eletroˆnico, a validade jurı´dica do documento
eletroˆnico e a assinatura digital, e da´ outras provideˆncias. Este projeto foi elaborado a par-
tir de um anteprojeto da Comissa˜o de Informa´tica Jurı´dica da OAB/SP. Preveˆ a adoc¸a˜o do
sistema de criptografia assime´trico como base para a assinatura digital e ainda, estabelece
que os carto´rios podera˜o ser autoridades certificadoras.
Este Projeto de Lei      
	  	 foi apensado ao Projeto de Lei      	  	
e encontram-se sob a apreciac¸a˜o de uma comissa˜o parlamentar especial na Caˆmara dos
Deputados.
No meˆs de junho de 2001, o Relator do Projeto de Lei      	  	 (e
do Projeto de Lei      
	  	 - apensado) apresentou Substitutivo aos referidos proje-
tos, consolidando propostas e agregando aperfeic¸oamentos. O trabalho apresentado pe-
lo relator e´ resultado de discusso˜es internas e audieˆncias pu´blicas da Comissa˜o Espe-
cial. Destaque-se que ele preveˆ a assinatura digital baseada no sistema de criptografia
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assime´trico, e fixa que somente a assinatura digital certificada por entidade credencia-
da pelo Poder Pu´blico presume-se auteˆntica perante terceiros. Em setembro de   , a
Comissa˜o Especial da Caˆmara dos Deputados aprovou o Substitutivo do Relator.
6.5.4 Consulta Pu´blica
No meˆs de dezembro de  , a Casa Civil da Presideˆncia da Repu´blica
submeteu a` consulta pu´blica um projeto de lei dispondo sobre a autenticidade e valor
jurı´dico e probato´rio de documento eletroˆnicos produzidos/emitidos ou recebidos por
o´rga˜os pu´blicos. A proposta definia que a autenticidade e a integridade dos documentos
eletroˆnicos decorreriam da utilizac¸a˜o da Infra-Estrutura de Chaves Pu´blicas criada pelo
Decreto     


, de  
 de setembro de  , que instituiu a Infra-Estrutura de Chaves
Pu´blicas do Poder Executivo Federal Com a edic¸a˜o deste decreto estava criado o sistema
de assinaturas digitais, baseado na criptografia assime´trica, a ser utilizado internamente
pela Administrac¸a˜o Pu´blica Federal.
6.5.5 Medida Proviso´ria          
Em 29 de junho de 2001, o Governo Federal editou a Medida Proviso´ria

. Este Instrumento Legal, instituiu a Infra Estrutura de Chaves Pu´blicas Brasileira -
ICP-Brasil para garantir a autenticidade e a integridade de documentos eletroˆnicos atrave´s
do sistema de criptografia assime´trica.
Em func¸a˜o de alterac¸o˜es no texto, esta Medida Proviso´ria foi reeditada
em
 de julho de   , com         e em   de agosto de   , sob o      	  .
A ICP Brasil tera´ sua organizac¸a˜o definida em regulamento e esta´ com-
posta por uma autoridade gestora de polı´ticas (Comiteˆ Gestor da ICP-Brasil) e pela cadeia
de autoridades certificadoras formada pela Autoridade Certificadora Raiz - AC Raiz, pelas
autoridades -AC e pelas Autoridades de Registro - AR.
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6.6 Documento Eletroˆnico X Documento Tradicional
As comunicac¸o˜es via Internet, seja para gerar apenas um ”bate papo”nas
chamadas ”salas virtuais”, seja para enviar uma mensagem via e-mail, seja para ler jor-
nais ou para colher informac¸o˜es, ou enta˜o, para realizar contratac¸o˜es efetuando o que
passou-se a denominar come´rcio eletroˆnico (expressa˜o utilizada para definir todo tipo de
contratac¸a˜o realizada por interme´dio de computadores, abrangendo aı´ nem sempre ativi-
dades tipicamente comerciais, mas tambe´m prestac¸a˜o de servic¸os), passaram a produzir
inu´meras situac¸o˜es que precisam, para ter efica´cia jurı´dica, se adaptar ao mundo jurı´dico,
ou o mundo jurı´dico adaptar-se a elas.
Todas estas informac¸o˜es que transitam pela rede constituem-se de uma
sequ¨eˆncia de bits que e´ interpretada por softwares (programas de computador) que possi-
bilitam a verificac¸a˜o da expressa˜o do pensamento, ou da vontade daquele que o formulou.
Na informac¸a˜o que tem como suporte o papel, a menos que o autor
seja analfabeto, a expressa˜o da sua vontade e´ algo palpa´vel, pois ele manifestara´ seu
pensamento e o fixara´ no papel, e para indicar sua concordaˆncia com os termos apostos,
escrevera´ seu nome no papel com o conteu´do escrito.
O advento da Internet trouxe para o mundo jurı´dico, uma nova modali-
dade de documento, o documento eletroˆnico. A grande demanda atualmente e´ para que
se dote o documento eletroˆnico de atributos que o revistam da robustez necessa´ria, para
que ele possa ser utilizado da mesma forma que desenhos, fotografias, gravac¸o˜es sonoras,
filmes cinematogra´ficos e especialmente documentos escritos, sa˜o usados quando se tratar
de prova documental.
Dentro deste contexto esta˜o os carto´rios, os quais genericamente falan-
do tem a func¸a˜o de proceder o assento de atos com a finalidade de dar formalidade aos
registros, tais como:
a. formalidade para mera oponibilidade a terceiros;
b. formalidade essencial;
c. formalidade cautelar (autenticidade, seguranc¸a).
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Para Batalha [dSCB 97], o registro considera-se uma formalidade es-
sencial quando indispensa´vel a` aquisic¸a˜o do direito ou a` sua subsisteˆncia. Por exemplo, a
aquisic¸a˜o da propriedade imobilia´ria na˜o decorre apenas da escritura pu´blica de compra e
venda, mas da efetiva transcric¸a˜o imobilia´ria.
O registro constitui mera formalidade para que o ato adquira oponibi-
lidade a terceiros. O contrato e´ dotado de plena efica´cia inter partes, mas para adquirir
efica´cia perante terceiros impo˜e-se a formalidade do registro. Sob esse aspecto o registro
tem feic¸a˜o de publicidade, de notoriedade.
O registro pode assumir o aspecto de formalidade cautelar, visando atri-
buir autenticidade e seguranc¸a aos atos e nego´cios jurı´dicos. O registro confere autentici-
dade ao instrumento assegurando a validade do conteu´do e da data, pelo menos ate´ prova
em contra´rio de sua falsidade material.
A partir da edic¸a˜o da Medida Proviso´ria MP    , de   de junho de

 , que instituiu a Infra-estrutura de Chaves Pu´blicas Brasileira - ICP-Brasil e das sub-
sequ¨entes      , de  de julho de   e      , de 24 de agosto de   , bem
como as regras complementares, a validade jurı´dica dos documentos comec¸a a tornar-
se realidade. Inclusive o art.   da MP      diz que ”consideram-se documentos
pu´blicos ou particulares, para todos os fins legais, os documentos eletroˆnicos de que trata
esta medida proviso´ria”. A implantac¸a˜o pelo Poder Executivo Federal da Infra-Estrutura
de Chaves Pu´blicas abriu caminho para que o documento eletroˆnico venha a ser utilizado
com as devidas garantias de sua efica´cia jurı´dica.




classifica os documentos como pu´blicos e particulares. Como o nosso tra-
balho tem como escopo o documento pu´blico, isso nos remete, obrigatoriamente, aos
carto´rios, cujos titulares, a quem foi delegado o direito de exercer a atividade de nota´rio
ou registrador, sa˜o dotados de fe´ pu´blica para prestarem servic¸os de organizac¸a˜o te´cnica e
administrativa destinados a garantir a publicidade, autenticidade, seguranc¸a e efica´cia aos
atos jurı´dicos.
A fe´ pu´blica, segundo Walter Ceneviva [CEN 00], corresponde a` espe-
cial confianc¸a atribuı´da por lei ao que o delegado declare ou fac¸a, no exercı´cio da func¸a˜o,
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com presunc¸a˜o de verdade; afirma a efica´cia do nego´cio jurı´dico ajustado com base no
declarado ou praticado pelo registrador. E continua o mesmo autor, o conteu´do da fe´
pu´blica se relaciona com a condic¸a˜o, atribuı´da ao nota´rio e ao registrador de profissionais
do direito.
Dar forma eletroˆnica ao documento pu´blico requer, portanto, a obser-
vaˆncia da necessidade de que determinados atos sejam celebrados mediante instrumentos
pu´blicos, bem como garantir a seguranc¸a da informac¸a˜o que esta transitando pela re-
de. Sendo assim, na˜o sera´ apenas transformando em bits um registro de nascimento, por
exemplo, que estara´ se resolvendo a questa˜o dos atributos que caracterizam um documen-
to pu´blico. Ha´, na verdade, a necessidade de garantir requisitos ba´sicos a um documento
na forma eletroˆnica para que ele possa ser considerado juridicamente va´lido, tais como:
autoria, integridade, tempestividade.
Segundo Moacir Amaral Santos, citado por Zoccoli [ZOC 98], o autor
de um documento e´ a pessoa a quem se atribui a sua formac¸a˜o, isto e´, a quem se atribui a
sua paternidade e autenticidade e´ a certeza de que o documento prove´m do autor nele in-
dicado. Sendo assim, a assinatura que vai aposta nos documento jurı´dicos, tem o objetivo
de demonstrar que uma determinada pessoa, o autor, se vincula ao conteu´do posto em um
determinado documento.
A palavra assinar prove´m do latim assignare (que significa firmar com
seu nome ou sinal), e tal verbo e´ formado com base no latim sgnum (sinal, marca,
sı´mbolo). Firmar, significa tornar seguro , esta´vel definitivo, fixo, corroborado, confir-
mado, ratificado e prove´m do latim firmare. Assinatura refere-se ao ato ou efeito de
assinar ou ao pro´prio nome escrito, firma em si. Enta˜o, assinatura e´ o meio mais comum
de comprovac¸a˜o de autoria.
Para garantir que a informac¸a˜o expressa no documento seja fiel ao fato
que o autor procurou representar, sem nenhuma indevida alterac¸a˜o posterior, e´ necessa´rio
verificar-se a integridade deste documento. A verificac¸a˜o e´ feita mediante exame do su-
porte material no qual ele se encontra afixado. Num documento escrito em papel, por
exemplo, sera´ verificada a inexisteˆncia de indı´cios de adulterac¸a˜o (rasuras, apagamentos,
entrelinhas, ressalvas, emendas e escritos inseridos posteriormente ou cancelamentos).
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Tambe´m sera´ visto se a tinta utilizada aderiu de forma permanente.
A tempestividade e´ outro requisito importante a ser verificado em um
documento, pois muitas vezes e´ necessa´rio garantir que este documento na˜o foi elabo-
rado a posteriori para comprovac¸a˜o de um fato anterior. Nos documentos escritos, por
exemplo, a tempestividade pode ser verificada analisando-se a idade do papel que serviu
de suporte, a qual devera´ ser compatı´vel com a idade que o documento pretende possuir.
Entretanto, em se tratando de documento pu´blico este requisito e´ preenchido, pois no seu
nascimento houve a interfereˆncia do agente pu´blico dotado de fe´ pu´blica. Ja´ em relac¸a˜o
aos documentos particulares, o aspecto da tempestividade e´ fra´gil, pois dada a sua livre
elaborac¸a˜o, na˜o ha´ a intervenc¸a˜o fiscalizadora de um agente pu´blico.
A criptografia, cieˆncia de escrever em co´digos, proveˆ os mecanismos
necessa´rio a` seguranc¸a da informac¸a˜o tais como: confidencialidade; integridade; autenti-
cac¸a˜o; e irretratabilidade ou na˜o repu´dio
A assinatura digital vinculada a` criptografia assime´trica e´ um co´digo
bina´rio determinado com base no conteu´do do documento e alguma outra informac¸a˜o que
associa este a uma determinada pessoa. Essa associac¸a˜o e´ chamada de autenticac¸a˜o e
ocorre em cinco nı´veis:
1. algo que se sabe (uma senha);
2. algo que se tem (carta˜o magne´tico);
3. algo que se e´ (impressa˜o digital);
4. localizac¸a˜o espacial e temporal (assinatura va´lida se for realizada em local e hora´rio
previamente estabelecidos);
5. testemunhas (uma assinatura e´ considerada va´lida somente se contiver junto ao docu-
mento o ateste de testemunha de um segundo elemento, atrave´s da assinatura deste.
A autoria nos documentos eletroˆnicos e´ garantida atrave´s de diversos
processos realizados sobre a informac¸a˜o contida no documento que geram uma identi-
ficac¸a˜o u´nica ligada ao autor, denominada assinatura digital. A Autoria esta´ ligada a
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confidencialidade de um elemento (chave privada) do esquema de assinatura digital. Isso
gera uma relac¸a˜o de dependeˆncia da autoria com a confidencialidade da chave privada,
ou seja, como a chave privada e´ o elemento que liga o signata´rio ao certificado digital
(identificador do emissor), este deve manteˆ-lo em segredo, pois em caso de compartilha-
mento deste elemento e´ possı´vel atribuir autoria ao signata´rio de um documento que na˜o
e´ seu. Portanto e´ diferente da assinatura no papel, onde o signata´rio na˜o tem necessidade
de segredo algum.
O uso da assinatura digital garante a integridade do documento, pois se
houver qualquer alterac¸a˜o no mesmo, a assinatura na˜o e´ verificada. Essa e´ uma vanta-
gem em relac¸a˜o a assinatura escrita, pois um documento assinado de forma convencional
podera´ ser alterado sem que isso seja detectado. Entretanto, para visualizar o conteu´do
de um documento de papel, basta apenas olhar para ver, enquanto que num documento
eletroˆnico assinado digitalmente, a visualizac¸a˜o somente podera´ ser feita com o uso de
um software que traduza a sequ¨encia de bits, de maneira que se possa fazer a verificac¸a˜o
do conteu´do do arquivo. Ressalte-se que ha´ uma relac¸a˜o entre a integridade do conteu´do
com a confiabilidade do software. Caso o programa seja malicioso, os dados do docu-
mento podem na˜o ser reproduzidos fielmente, deixando de expressar a vontade daquele
que o originou.
Outro atributo conferido pela criptografia ao documentos e´ o na˜o repu´dio,
que segundo Angela Brasil [BRA 01b], e´ uma figura jurı´dica surgida no direito america-
no. O fenoˆmeno acontece quando uma determinada mensagem eletroˆnica, seja ela de que
teor for, adquire forc¸a vinculante e efeitos jurı´dicos concretos sem a possibilidade de uma
das partes alegar que na˜o participou do nego´cio.
Para Pedro Rezende [dR 00], o na˜o-repu´dio e´ uma salvaguarda jurı´dica
de um contratante contra possı´vel ma´-fe´ de outro contratante. Num contrato solene assina-
do em papel, testemunhas podem amparar o na˜o-repu´dio. Em outros contratos, registros
de fe´ pu´blica que titulem a assinatura bastam para dar suporte a` perı´cia grafote´cnica diante
de repu´dio, que avaliara´ se ele e´ ou na˜o de ma´-fe´, quando a coac¸a˜o ja´ estiver descartada.
Um juiz dificilmente aceitaria o argumento de que o cerebelo do titular foi copiado para
que sua assinatura fosse forjada de maneira indefectı´vel.
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No caso digital, diz Rezende [dR 00], a chave privada pode ser copiada
sem que o titular perceba, e forjas indefectı´veis de sua assinatura produzidas com a co´pia.
Por outro lado o titular podera´ tambe´m alegar, em ma´ fe´, que sua chave privada foi com-
prometida, onde a perı´cia te´cnica sobre a ocorreˆncia de vazamento pode ser perfeitamente
contaminada ou neutralizada, antes ou durante a perı´cia.
No mundo digital os documentos na˜o sofrem qualquer alterac¸a˜o aparen-
te em decorreˆncia do tempo de existeˆncia, diferente dos documentos de papel que sofrem
ac¸a˜o do tempo, mudam de cor e se desgastam, ale´m disso ainda podem ter a sua tem-
poralidade verificada atrave´s da data aposta neles e tambe´m da autenticac¸a˜o procedida
por um tabelia˜o. Desta forma ha´ a necessidade de um procedimento te´cnico preciso e
imuta´vel, que associe um documento eletroˆnico qualquer a uma determinada data, pois o
aspecto da temporalidade e´ de fundamental importaˆncia para se fazer prova futura de que
um determinado documento eletroˆnico realmente existia na data alegada.
Para exemplificar, suponha-se que duas pessoas firmem um contrato de
execuc¸a˜o prolongada, dez anos, utilizando como instrumento, um documento eletroˆnico
portador de suas respectivas assinaturas digitais. Suponha-se, ainda, que a validade das
chaves utilizadas seja de um ano apenas. Passado o primeiro ano, as assinaturas digitais
nele apostas na˜o poderiam ser auteˆnticas, devido a perda da sua validade. Uma soluc¸a˜o se-
ria as partes renovarem o documento eletroˆnico, assinando-o novamente. Tal soluc¸a˜o na˜o
resolveria, pois basta uma delas se negar a renovar o pacto em tempo ha´bil e o documento
eletroˆnico tera´ sua autenticidade colocada em du´vida.
Um servic¸o de datac¸a˜o de documento eletroˆnico, possui a finalidade de
associar, precisa e imutavelmente, um documento eletroˆnico qualquer a uma determinada
data e hora. Com isso, pode-se fazer prova futura de que esse documento eletroˆnico
realmente existia na data alegada. Garantindo-se assim, a questa˜o da tempestividade dos
documentos eletroˆnicos.
Existem dois tipos de te´cnicas de datac¸a˜o de um documento eletroˆnico:
1. autoridade de Datac¸a˜o - AD;
2. te´cnicas baseadas no conceito de confianc¸a distribuı´da.
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As te´cnicas baseadas em Autoridade de Datac¸a˜o - AD confiam na im-
parcialidade da entidade encarregada da datac¸a˜o. A segunda consiste em datar e assinar o
documento por va´rios elementos de um grupo de modo a convencer o verificador que na˜o
se poderia corromper todos os elementos simultaneamente [NOT 02].
No processo de datac¸a˜o de um documento, atrave´s de uma Autoridade
de Datac¸a˜o - AD, a maneira mais eficiente consiste em enviar o resumo de um documento
(hash) para uma autoridade de datac¸a˜o, que anexa data e hora ao resumo, assina e o envia
ao cliente que solicitou o servic¸o. O cliente verifica a assinatura e tem a certeza que o
resumo datado que ele recebeu e´ o resumo que havia enviado a autoridade de datac¸a˜o.
Este me´todo garante requisitos fundamentais de seguranc¸a tais como: privacidade; canal
pra´tico de comunicac¸a˜o e armazenamento; integridade dos dados e a operac¸a˜o ininterrupta
do servic¸o de datac¸a˜o.
Entretanto, a datac¸a˜o do documento eletroˆnico na˜o serve apenas para
verificar se ele existiu na data alegada. ´E preciso garantir tambe´m a validac¸a˜o da tec-
nologia utilizada na assinatura digital, ou seja, com o passar do tempo ha´ a expirac¸a˜o
da validade da tecnologia utilizada para assinar o documento eletroˆnico, sendo assim,
deve-se ter a possibilidade de renovac¸a˜o sistema´tica da assinatura digital.
A validade do documento eletroˆnico esta´ diretamente relacionada a for-
ma como este sera´ armazenado, pois a vida u´til de um documento assinado digitalmente
esta´ ligada a` seguranc¸a do algoritmo de chave pu´blica utilizado para assinar. Enta˜o, o pro-
cesso de armazenamento devera´ esta´ associado a uma estrutura de controle da expirac¸a˜o
da validade da tecnologia utilizada para assinatura e datac¸a˜o dos documento eletroˆnicos.
Este sistema devera´ renovar automaticamente a tecnologia utilizada, de forma transparen-
te ao interessado no documento.
A Infra Estrutura de Armazenamento e Recuperac¸a˜o Segura de Docu-
mentos Eletroˆnicos - IARSDE, tema de uma dissertac¸a˜o Mestrado no Curso de Cieˆncias
da Computac¸a˜o - UFSC [NOT 02], tem como finalidade proporcionar o armazenamento
e recuperac¸a˜o de documento eletroˆnicos provendo o controle da expirac¸a˜o da validade da
tecnologia utilizada para assinatura e datac¸a˜o, renovac¸a˜o automa´tica antes da expirac¸a˜o
da seguranc¸a oferecida pela tecnologia utilizada, com o objetivo de manter o valor deste
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documento e /ou autoria por tempo indeterminado, de maneira transparente. Para isso, ela
integra treˆs autoridades: Autoridade de Datac¸a˜o - AD; Autoridade de Gerenciamento de
Depo´sitos de Documentos Eletroˆnicos - AGDDE; e Autoridade de Garantia de Tecnologia
- AGT. A figura 6.5 ilustra o funcionamento da IARSDE.
Figura 6.5: Visa˜o geral do funcionamento da IARSDE:1. A AGDDE recebe os documentos,
organiza e armazena-os. 2. No prazo de validade da tecnologia, a AGDDE envia-
os para a AD para renovac¸a˜o. 3. A AD consulta as datas da tecnologia utilizada na
reassinatura. 4. A AGT responde a solicitac¸a˜o da AD. 5. Os documentos passam a ter
nova assinatura a partir do encapsulamento da assinatura anterior. 6. A AD reenvia
os documentos a AGDDE, que os armazena novamente ate´ o pro´ximo vencimento da
validade da tecnologia).
A AGDDE - Autoridade de Gerenciamento de Depo´sitos de Documen-
tos Eletroˆnicos, tem a func¸a˜o de distribuir e recuperar a informac¸a˜o na rede, garantindo
a integridade do documento mesmo nos casos de tentativas maliciosas de subversa˜o da
informac¸a˜o mantida nos servidores. Tambe´m gerencia o agrupamento dos documentos de
acordo com a ordem cronolo´gica da validade da tecnologia, com o objetivo de controlar
a sua expirac¸a˜o.
A AD - Autoridade de Datac¸a˜o, tem a func¸a˜o de protocolar documentos
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atribuindo data e hora, e tambe´m informar a previsa˜o da garantia ma´xima da tecnologia
utilizada na assinatura do documento e do selo de tempo emitido por ela. Esses atributos
sa˜o obtidos atrave´s de consultas a`s listas de previsa˜o de comprometimento da tecnologia,
mantidas pela Autoridade de Garantia de Tecnologia.
A AGT - Autoridade de Garantia de Tecnologia, tem a func¸a˜o de manter
as datas relacionadas com as expectativas do comprometimento da tecnologia.
O processo de armazenamento de um documento eletroˆnico e´ assim: a
Autoridade de Gerenciamento de Depo´sitos de Documentos - AGDDE, recebe, organiza e
armazena os documentos eletroˆnicos; no vencimento do prazo de Validade da tecnologia,
a Autoridade de Gerenciamento de Depo´sitos de Documentos - AGDDE envia os docu-
mentos para a Autoridade de Datac¸a˜o - AD, que fara´ uma consulta junto a` Autoridade de
Garantia de Tecnologia - AGT, sobre as datas da tecnologia utilizadas na reassinatura. A
Autoridade de Garantia de Tecnologia responde a` solicitac¸a˜o da Autoridade de datac¸a˜o
- AD. Os documentos passam a ter uma nova assinatura a partir do encapsulamento da
assinatura anterior. A Autoridade de Datac¸a˜o -AD reenvia os documentos a AGDDE, que
os armazena novamente ate´ o pro´ximo vencimento da validade da tecnologia.
6.7 Conclusa˜o
Neste capı´tulo viu-se que a utilizac¸a˜o de te´cnicas de criptografia as-
sime´trica, especialmente para assinar documentos, proporcionam confiabilidade ao pro-
cesso eletroˆnico, gerando caracterı´sticas nos documentos eletroˆnicos que lhe permitem
adquirir validade jurı´dica. E buscando criar um ambiente propı´cio ao uso do documen-
to eletroˆnico o Brasil a exemplo de grande parte dos Paı´ses estrangeiros, esta´ buscando
regulamentar o uso da assinatura digital.
Capı´tulo 7
Aspectos Tecnolo´gicos da Emissa˜o da
Certida˜o de Nascimento via Internet
7.1 Introduc¸a˜o
Este capı´tulo tem por finalidade apresentar de maneira simplificada o
projeto de emissa˜o de certida˜o de nascimento via Internet, desenvolvido pela Universi-
dade Federal de Santa Catarina, atrave´s do Laborato´rio de Seguranc¸a em Computac¸a˜o -
LabSec, do Centro Tecnolo´gico em cooperac¸a˜o com o Laborato´rio de Informa´tica Jurı´dica
- Linjur do de Cieˆncias Jurı´dicas [DAN 00, BOR 00]. A sec¸a˜o 7.2, apresenta o proces-
so de emissa˜o de certida˜o de nascimento convencional e o proto´tipo desenvolvido para a
emissa˜o via internet.
7.2 Certida˜o de Nascimento
Como vimos na sec¸a˜o 2.3 do capı´tulo 2, no tempo do Impe´rio, na˜o
existiam registros de nascimento para pessoas cato´licas. Tal registro era suprido pelo
assentamento do batismo, no qual se declaravam o nome do pai e ma˜e legı´timos. Os
nascimentos e o´bitos de pessoas na˜o cato´licas se provavam por certido˜es extraı´das dos
respectivos livros a cargo dos escriva˜es do Juı´zo de Paz, conforme o art. 2 da Lei       	 ,
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de 10 de setembro de     , e art.   do Regulamento      de   de abril de     .
Segundo Carlos de Carvalho citado por Wilson Batalha [dSCB 97]: ”O
nascimento das pessoas cato´licas ocorridos no Brasil antes de 1 de janeiro de  		 prova-
se pelas certido˜es de batismo extraı´das dos livros eclesia´sticos e o das acato´licas pelos
assentos do registro regulado pelo Decreto       de   de abril de     , no art.   .”
Posteriormente, o Decreto     	  de  		 , arts. 
 e seguintes, estabeleceu que o nas-
cimento e o nome das pessoas nascidas na Repu´blica depois de   de dezembro de  		
se provariam pelos assentos do registro civil. Atualmente, a Lei        
 [LE6 ], que
veio substituir a legislac¸a˜o (leis e decretos), que desde     unificou os registros pu´blicos
civis, com relac¸a˜o ao nascimento e estabelece o seguinte:
”Art. 
  . Todo o nascimento que ocorrer no territo´rio nacional devera´
ser dado a registro no lugar em que tiver ocorrido o parto, dentro do prazo
de quinze dias, ampliando-se ate´ treˆs meses para os lugares distantes mais
de trinta quiloˆmetros da sede do carto´rio.”
No Estado de Santa Catarina, um Provimento de abril de  		 , que
”Aprova o Co´digo de Normas da Corregedoria-Geral da Justic¸a, destinado ao foro extra-
judicial”, determina, entre outros requisitos, a obrigatoriedade da utilizac¸a˜o da Declarac¸a˜o
de Nascido Vivo - DN, por todos os Ofı´cios de Registro Civil de Pessoas Naturais, sena˜o
vejamos:
”Art.89. (...)   1 - ´E obrigato´ria a partir de 1 de janeiro de  	 , a
utilizac¸a˜o da Declarac¸a˜o de Nascido Vivo - DN, por todos os Ofı´cios de
Registro Civil de Pessoas Naturais, para o registro do assento de nascimento,
devendo constar no assento, o nu´mero da respectiva DN.”
O procedimento do Carto´rio, portanto, e´ exigir que o declarante apre-
sente a via amarela (segunda via) da Declarac¸a˜o de Nascido Vivo que sera´ emitida pelo
hospital. Ressalte-se aqui, que esta e´ uma regra instituı´da pela Lei Federal      , de  
de julho de  	  [LE8 b], va´lida para todo o territo´rio nacional.
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7.2.1 Processo Atual para Registro de Rece´m-Nascido
A figura 7.1 mostra o processo atual de registro de nascimento.
Agente
Autorizado
Figura 7.1: Nesta representac¸a˜o, o agente autorizado (representando a maternidade), preenche a
DN (declarac¸a˜o de nascido vivo) e entrega ao responsa´vel pelo nascituro, que se en-
caminha ao carto´rio para que o cartora´rio efetue o assento no livro de registro de nas-
cimento. Apo´s efetuar o registro ele expede uma Certida˜o de Nascimento e entrega-a
ao responsa´vel pelo nascituro.
  Este e´ o procedimento convencional para o registro de um rece´m nascido:
1 - apo´s o nascimento de uma crianc¸a, o agente autorizado emite uma Declarac¸a˜o
de Nascido Vivo (DN) e a entrega ao responsa´vel pela crianc¸a;
2 - o responsa´vel encaminha esta DN ao Ofı´cio de Registro Civil de Pessoas Natu-
rais;
3 - o Delegado repassa os dados da DN (inclusive fazendo constar o nu´mero desta
no registro de nascimento), para o livro de registros e emite uma Certida˜o de
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Nascimento que atesta o que esta´ escrito no livro de registro, indicando que
houve um nascimento;
4 - o Delegado entrega a Certida˜o de Nascimento ao responsa´vel pela crianc¸a.
Este procedimento tem alguns aspectos negativos, sena˜o vejamos: Exis-
te a necessidade do deslocamento do responsa´vel ate´ o Ofı´cio de Registro Civil de Pes-
soas Naturais (carto´rio) para efetuar o registro. 2) Os dados ficam em um livro que e´
uma entidade fı´sica e que dificulta consultas remotas. Um dos objetivos deste proto´tipo e´
minimizar estes aspectos negativos.
7.2.2 Descric¸a˜o do Proto´tipo
A implantac¸a˜o de um projeto para a expedic¸a˜o registro de nascimento
na Maternidade do Hospital Universita´rio na UFSC, dara´ origem a um documento nos
moldes de um registro normal, pore´m por tratar-se de uma experieˆncia, este documento
trara´, em marca d’a´gua, um alerta para a na˜o validade do mesmo e a necessidade de que
os pais dirijam-se ao Ofı´cio de Registro Civil de Pessoas Naturais, levando a Declarac¸a˜o
de Nascido Vivo - DN e a troquem pelo documento oficial, que ja´ estara´ pronto [DAN 00,
BOR 00].
A experieˆncia de expedic¸a˜o de Certida˜o de Nascimento via Carto´rio
Virtual, tera´ o envolvimento de algumas entidades para que o projeto que se concretize.
A figura 7.2 mostra o processo de habilitac¸a˜o das entidades para a
emissa˜o de certida˜o de nascimento via Internet.
  As entidades envolvidas sa˜o as seguintes:
1 - A Autoridade Certificadora da UFSC, que atuara´ na certificac¸a˜o das pessoas e
entidades;
2 - o Carto´rio Virtual, que e´ um servidor certificado pela Autoridade Certificado-
ra, que devera´ ser uma entidade devidamente reconhecida e autorizada pela
ANOREG - Associac¸a˜o dos Nota´rios e Registradores e tera´ um administrador
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Figura 7.2: Descric¸a˜o do Proto´tipo. O Ofı´cio de Registro Civil de Pessoas Naturais, o
Carto´rio Virtual e a Maternidade do Hospital Universita´rio, contratam os servic¸os
de certificac¸a˜o da Autoridade certificadora, para poderem interagir entre si e realizar
o registro dos nascituros atrave´s da Internet.
com as seguintes func¸o˜es: manter e administrar o sistema de Carto´rio Virtual;
liberar a solicitac¸a˜o de registros feitos pela maternidade; liberar a solicitac¸a˜o
de registros feitos pelo Carto´rio de Registros Pu´blicos;
3 - a Maternidade do Hospital Universita´rio, que tera´ uma ou mais pessoas com
certificado expedido pela Autoridade Certificadora, para colocar no sistema
as informac¸o˜es do nascituro;
4 - o Ofı´cio de Registro de Pessoas Naturais, que podera´ ter uma ou mais pessoas
com certificado para acessar e operar o sistema.
  O fluxo de dados, associado ao processo de habilitac¸a˜o das entidades envolvidas,
necessa´rio para que as informac¸o˜es transitem de forma segura, sera´ o seguinte:
1 - o Ofı´cio de Registro de Pessoas Naturais solicita um certificado para a Auto-
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ridade Certificadora da UFSC. Para isto devera´ assinar um contrato com a
Autoridade Certificadora. Com este certificado, o Ofı´cio de Registro Civil
de Pessoas Naturais podera´ autorizar o funcionamento do Carto´rio Virtual e
acessar o sistema de Carto´rio Virtual na Web;
2 - o Ofı´cio de Registro de Pessoas Naturais recebe o certificado de cliente. Com
este certificado sera´ possı´vel o Ofı´cio de Registro de Pessoas Naturais conectar-
se e identificar-se perante o Carto´rio Virtual;
3 - o Carto´rio Virtual solicita um certificado de servidor seguro para a Autorida-
de Certificadora que autoriza seu funcionamento. A emissa˜o deste certificado
devera´ passar pela autorizac¸a˜o do carto´rio convencional. A Autoridade Certi-
ficadora emite o certificado com base num contrato com o Carto´rio Virtual;
4 - a Autoridade Certificadora envia para o Carto´rio Virtual o certificado. O Carto´rio
Virtual instala o certificado de tal forma que possibilite a` Maternidade e ao
Ofı´cio de Registro Pu´blico de Pessoas Naturais efetuarem uma conexa˜o segu-
ra a ele;
5 - a Maternidade do Hospital Universita´rio solicita um certificado de cliente para
a Autoridade Certificadora (assina um contrato com AC);
6 - a Maternidade recebe o certificado de cliente, podendo esta˜o conectar-se e
identificar-se perante o Carto´rio Virtual;
7 - a Maternidade conecta-se ao Carto´rio Virtual usando seu certificado. Ela regis-
tra os dados da crianc¸a, para a confecc¸a˜o do registro;
8 - o Carto´rio Virtual envia o documento na˜o va´lido para a Maternidade na forma
de um arquivo que e´ impresso e entregue aos pais, com o alerta de que aquele
na˜o e´ um documento oficial;
9 - o Ofı´cio de Registro Civil de Pessoas Naturais conecta-se ao Carto´rio Virtual
regularmente;
10 - o Oficio de Registro Civil de Pessoas Naturais baixa os registros e imprime
o registro e certido˜es, carimba e assina manualmente e espera a presenc¸a dos
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pais.
7.2.2.1 Passos do Proto´tipo




























Figura 7.3: Passos do Proto´tipo. Inicialmente, o agente autorizado, apresenta seu certificado e
preenche o formula´rio, que depois de gravado no Banco de Dados da Central de
Registros, estara´ pronto para que o cartora´rio acesse as informac¸o˜es e as assine digi-
talmente.
  O proto´tipo tem os seguintes passos:
1 - o agente autorizado que possui um certificado digital que a habilita a fazer
o registro de nascimento acessa, atrave´s da Internet, a Central de Registros
(carto´rio virtual). Efetuado este contato o certificado digital e´ apresentado a`
Central de Registro (carto´rio virtual), que verifica se ele e´ va´lido para fazer a
operac¸a˜o de preenchimento da DN;
2 - a Central de Registros (carto´rio virtual) entra em contato com a AC que emitiu
o certificado, para verificar se houve alterac¸a˜o na Lista de Certificados Revo-
gados;
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3 - caso tenha ocorrido alterac¸o˜es na Lista de Certificados Revogados, a AC envia
co´pia da nova Lista para a Central de Registros (carto´rio virtual);
4 - caso tenha ocorrido algum erro ou o certificado apresentado na˜o seja va´lido,
a Central de Registros (carto´rio virtual), no passo 4, retorna uma mensagem
de erro para a aplicac¸a˜o do agente autorizado encerra o processo. Caso o
certificado seja va´lido e nenhum erro tenha ocorrido, retorna para o agente
autorizado um formula´rio que segue o modelo da DN para que ele o preencha;
5 - o agente autorizado preenche o formula´rio e o submete para ser gravado. O
sistema recebe o formula´rio e verifica se o preenchimento esta´ correto, caso
esteja tudo correto, assina digitalmente usando o certificado do agente autori-
zado. Caso o formula´rio esteja preenchido incorretamente, o sistema volta ao
passo 4 retornando o formula´rio para ser preenchido novamente;
6 - a Central de Registros (carto´rio virtual) grava no Banco de Dados o documento
que foi emitido pelo agente autorizado;
7 - a Central de Registros (carto´rio virtual) retorna um documento comprovando
que foi feito a declarac¸a˜o pela enfermeira constando os dados do registro.
Apo´s estes procedimentos, a primeira parte que e´ a gravac¸a˜o pelo agente au-
torizado esta´ encerrado, e a continuidade do processo dependera´ do Delegado
do Ofı´cio de Registro Civil de Pessoas Naturais (cartora´rio);
8 - o Delegado do Ofı´cio de Registro Civil de Pessoas Naturais (cartora´rio) acessa a
Central de Registros (carto´rio virtual), apresentando o seu Certificado Digital;
9 - a Central de Registros (carto´rio virtual) entra em contato com a AC que emitiu
o certificado, para verificar se houve alterac¸a˜o na Lista de Certificados Revo-
gados;
10 - caso tenha ocorrido alterac¸o˜es na Lista de Certificados Revogados, a AC envia
co´pia da nova Lista para a Central de Registros (carto´rio virtual). Caso ocorra
algum erro ou o certificado na˜o seja mais va´lido, o sistema pula o passo 	 ,e
no passo   retorna uma mensagem de erro ao Delegado do Ofı´cio de Regis-
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tro Civil de Pessoas Naturais (cartora´rio). Caso tenha corrido tudo bem e o
certificado seja va´lido, ele vai executar o resto do processo;
11 - a Central de Registro (carto´rio virtual) ira´ recuperar, no banco de dados, to-
dos os registros que sejam pertinentes ao Delegado do Ofı´cio de Registro de
Pessoas Naturais (cartora´rio) que esta´ acessando o sistema, e ira´ marcar que
os enviou ao mesmo, guardando os dados do certificado digital para quem ele
enviou a informac¸a˜o.
12 - Caso na˜o tenha ocorrido nenhum erro durante o processo, o sistema envia para
o cartora´rio todos o seus registros pendentes;
13 - o Delegado do Ofı´cio de Registro de Pessoas Naturais (cartora´rio) recebe e as-
sina digitalmente os documentos que recebeu da Central de Registros (carto´rio
virtual) e os envia novamente a` Central de Registros, para serem atualizados;
14 - a Central de Registros (carto´rio virtual) grava no banco de dados os registros
que foram assinados pelo Delegado do Ofı´cio de Registro Civil de Pessoas
Naturais (cartora´rio);
15 - Retorna ao Delegado do Ofı´cio de Registro Civil de Pessoas Naturais (car-
tora´rio) uma mensagem dizendo que os registros foram efetuados e uma co´pia
em Post Script, para que ele os imprima;
16 - O Delegado do Ofı´cio de Registro Civil de Pessoas Naturais (cartora´rio) im-
prime as certido˜es e as retorna para o agente autorizado que as entregara´ aos
pais da crianc¸a.
7.2.2.2 Modelo da Certida˜o de Nascimento do Proto´tipo
O objetivo do modelo e´ divulgar o Carto´rio Virtual, para propagar a
ide´ia das possibilidades existentes em seguranc¸a da computac¸a˜o e que garantem a emissa˜o
de um documento pela rede com toda a seguranc¸a. Ale´m disso, a implantac¸a˜o deste pro-
jeto piloto tem como grande meta preparar as entidades e os cidada˜os para o advento da
assinatura digital. O banco de dados da central de registros seria apenas um meio de arma-
zenamento tempora´rio, que iria guardar as informac¸o˜es enviadas pelo agente autorizado
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para, posteriormente, serem repassadas ao cartora´rio. Os registros continuam a ser arma-
zenados em definitivo no Livro de Registros que e´ uma entidade fı´sica, na˜o permitindo
ainda acessos remotos aos dados ali guardados.
A figura 7.4 mostra um modelo da certida˜o com marca d’a´gua. Um
modelo parecido com este sera´ adotado pelo projeto piloto.
Figura 7.4: Nesta representac¸a˜o, esta´ a certida˜o de nascimento que resultara´ da experieˆncia de
emissa˜o de certida˜o de nascimento via Internet. A certida˜o tem todas as carac-
terı´sticas de uma certida˜o de nascimento convencional, pore´m contera´ na sua im-
pressa˜o uma marca d’a´gua alertando para a na˜o validade da mesma.
7.3 Conclusa˜o
Este capı´tulo apresentou a descric¸a˜o da experieˆncia de expedic¸a˜o de cer-
tida˜o de Nascimento via Internet, projeto que esta´ sendo desenvolvido pelo Laborato´rio
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de Seguranc¸a em Computac¸a˜o - LabSEC em parceria com o Laborato´rio de Informa´tica
Jurı´dica - Linjur, do Centro de Cieˆncias jurı´dicas da Universidade Federal de Santa Catari-
na - UFSC. Mostrou graficamente como ocorre a emissa˜o de uma certida˜o de Nascimento
atualmente, e em seguida demonstrou como devera´ ser o processo via Internet, descreven-
do desde as entidades envolvidas ate´ os passos do Proto´tipo e o documento que resultara´




Em func¸a˜o deste trabalho ter como objeto a emissa˜o da certida˜o de nas-
cimento via Internet, este capı´tulo descreve o funcionamento de um carto´rio que tenha
dentre suas atribuic¸o˜es a de proceder os assentos de nascimentos, tentando transporta´-lo
para uma situac¸a˜o futura em que estas entidades estara˜o usando o documento eletroˆnico
para os seus registros, emissa˜o de certido˜es, e armazenamento de documentos. A sec¸a˜o
8.2 apresenta o funcionamento do carto´rio convencional. A sec¸a˜o 8.3 apresenta os a es-
trutura de arquivos do carto´rio convencional. A sec¸a˜o 8.4 discute a possibilidade do uso
do documento eletroˆnico pelo carto´rio a partir da proposta de emissa˜o de certida˜o de
nascimento via internet. A sec¸a˜o 8.5 apresenta os novos servic¸os que o carto´rio podera´
assumir. A sec¸a˜o 8.6 descreve como devera´ ser o carto´rio no futuro. A sec¸a˜o 8.7 aborda
os aspectos negativos do uso do documento eletroˆnico.
8.2 Como Funciona o Carto´rio Convencional
O carto´rio convencional funciona como um ”espac¸o comercial”onde as
pessoas va˜o em busca de servic¸os, como registros civis, registros de documentos em geral,
reconhecimento de firmas etc. Atualmente muitos deles ja´ possuem uma boa infraestru-
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tura de trabalho, com espac¸os apropriados, tanto para desenvolver as atividades cartoriais
como para o atendimento de quem procura os servic¸os. Entretanto isto na˜o e´ regra geral,
pois ha´ muitos que na˜o se adequaram para atender o que preceitua a Lei  	
  , que
em seu artigo  estabelece que os servic¸os notariais e de registro sera˜o prestados de modo
eficiente e adequado.
No entender de Ceneviva [CEN 00], e´ eficiente a conduta que permita,
no menor prazo e com melhor qualidade, realizar a finalidade especı´fica da func¸a˜o do
nota´rio e do registrador. Sa˜o adequadas as condutas proporcionais, a`s necessidades do
servic¸o notarial e de registro compatı´veis com o nu´mero e a complexidade da clientela,
de maneira a satisfazer as necessidades desta.
No nosso trabalho de pesquisa em visitas aos carto´rios, percebemos que
ha´ um grande volume de trabalho e um fluxo intenso de pessoas buscando os servic¸os
dos tabelia˜es ou registradores. Mesmo assim, ha´ uma considera´vel agilidade na prestac¸a˜o
dos servic¸os, em func¸a˜o dos carto´rios terem empregado sistemas computadorizados de
informac¸a˜o que os auxiliam na realizac¸a˜o das atividades.
Dentre as ferramentas utilizadas na prestac¸a˜o dos servic¸os pelos carto´rios
esta˜o os seguintes carimbos:
1 - autenticac¸a˜o de co´pias;
2 - reconhecimento de firma (um carimbo para o chamado reconhecimento verdadeiro -
feito mediante a presenc¸a da pessoa; e outro carimbo para o reconhecimento por
semelhanc¸a - feito atrave´s do carta˜o de assinatura que a pessoa possui depositado
no carto´rio);
3 - setas para a indicac¸a˜o do local da assinatura;
4 - protec¸a˜o do selo de fiscalizac¸a˜o;
5 - CNPJ - Co´digo Nacional de Pessoa Jurı´dica do carto´rio;
6 - identificac¸a˜o dos autorizados a assinar pelo carto´rio.
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A figura 8.1, ilustra os carimbos utilizados no carto´rio convencional,
representando as ferramentas que os mesmos utilizam na prestac¸a˜o dos servic¸os.
Figura 8.1: O carto´rio utiliza va´rios carimbos na prestac¸a˜o dos servic¸os
Apesar do grande volume de documentos nos carto´rios que necessitam
serem arquivados, assentos de nascimento, casamento e o´bito, por exemplo, sa˜o feitos em
livros, no sistema de folhas soltas. Estes livros devem conter duzentas folhas, e devem
ser lacrados e mantidos no carto´rio, bem como outros pape´is relacionados a estes atos que
tambe´m precisam serem arquivados. Normalmente, o armazenamento dos documentos e´
feito em uma estrutura simples com arma´rios e a disposic¸a˜o dos livros e documentos em
forma de biblioteca.
Entretanto, percebe-se que ha´ a necessidade de um espac¸o relativamente
grande para comportar toda a estrutura do carto´rio, principalmente os que se situam em
a´reas com grande densidade demogra´fica. Onde ha´ uma maior demanda pelos servic¸os
notariais e de registro, existe a necessidade de um nu´mero grande de funciona´rios, espac¸os
apropriados para acomodar quem trabalha e para o atendimento das pessoas que procuram
os servic¸os.
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Uma demanda grande pelos servic¸os notariais e de registro, gera, con-
sequ¨entemente, um grande volume de documentos para serem arquivados, criando assim,
a necessidade de mais espac¸o para o armazenamento, pois mesmo que as informac¸o˜es
contidas nos pape´is sejam microfilmadas, ainda assim os pape´is sa˜o mantidos.
Muitas informac¸o˜es do carto´rio precisam serem armazenadas de forma
sigilosa,e´ assim por exemplo, com o primeiro registro de uma pessoa que foi adotada e em
func¸a˜o disso passou a ter um novo registro. Por outro lado, a lei dos nota´rios e registrado-
res possui um dispositivo que preveˆ que entre os deveres destes, esta´ o de guardar sigilo
sobre a documentac¸a˜o e os assuntos de natureza reservada de que tenham conhecimento
em raza˜o do exercı´cio de sua profissa˜o.
Guardar sigilo, no entender de Ceneviva [CEN 00], consiste em na˜o dar
a conhecer a terceiros o fato objeto de ato notarial ou registra´rio, preservando-o, por todos
os meios a seu alcance, de qualquer quebra. Para ele a finalidade do sigilo destes profis-
sionais consiste em preservar valores materiais e morais, pu´blicos e privados legı´timos,
atrave´s de na˜o-revelac¸a˜o.
Entretanto, na˜o foi encontrado nenhum procedimento especial no ar-
mazenamento das informac¸o˜es relativas a adoc¸a˜o, ja´ nesses casos, a legislac¸a˜o impede
que sejam reveladas qualquer informac¸a˜o do registro anterior a adoc¸a˜o, a menos que ha-
ja uma ordem judicial. Nem ta˜o pouco observou-se procedimentos especı´ficos, visando
proporcionar maior seguranc¸a ao processo de guarda dos documentos em geral.
As certido˜es, por determinac¸a˜o da lei, devem ser expedidas em papel e
forma que permita sua reproduc¸a˜o por fotoco´pia ou processo equivalente e sera˜o auten-
ticadas pelo delegado. O papel das certido˜es sera´ timbrado com o Brasa˜o da Repu´blica
Federativa do Brasil, sendo comum o delegado mandar imprimir tambe´m o timbre do
carto´rio.
Atrave´s da Lei Complementar      
 , de   de dezembro de  		 , foi
instituı´do, no aˆmbito do Estado de Santa Catarina, o Selo de Fiscalizac¸a˜o, que deve ser
aplicado pelos carto´rios nos documentos ou co´pias autenticadas; nos reconhecimentos de
firmas; nas aberturas de livros; nas certido˜es, escrituras, procurac¸o˜es, testamentos e de-
mais atos da competeˆncia dos carto´rios. O selo de fiscalizac¸a˜o sera´ auto adesivo, contendo
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numerac¸a˜o alfa nume´rica (treˆs letras e cinco nu´meros), fundo numisma´tico e geome´trico,
dotado de imagem latente, com talho doce em duas cores - verde e vermelha, tinta anti-
scanner e caracteres reativos a` luz ultravioleta.
Os carto´rios teˆm adotado sistemas computadorizados de informac¸a˜o
que ajudaram a melhorar consideravelmente o trabalho pore´m, normalmente os sistemas
de informac¸a˜o sa˜o usados unicamente para edic¸a˜o e impressa˜o de documentos que sa˜o
emitidos.
Estes sistemas computadorizados de informac¸a˜o nada tem a ver com
o uso de documentos eletroˆnicos, apesar de algumas novidades nesta a´rea ja´ estarem
surgindo, como por exemplo, no Estado do Rio Grande do Sul e do Parana´, onde esta˜o
ocorrendo campanhas para que toda a crianc¸a nascida seja registrada, e com isso esta˜o
incentivando os carto´rios a atuarem on-line com os hospitais.
O Carto´rio instala um microcomputador no hospital/maternidade, liga-
do a internet e quando a crianc¸a nasce o registro e´ feito na pro´pria maternidade. Este
procedimento ja´ ocorre na Maternidade Carmela Dutra em Floriano´polis e em muitas ou-
tras maternidades do Brasil. O diferencial dos Estados do Rio Grande do Sul e Parana´ e´ a
interligac¸a˜o entre os carto´rios, internamente em cada Estado, para que as pessoas possam
ter acesso aos registros de cidades diferentes de onde tenha sido feito o original.
As pessoas podem solicitar a co´pia de um registro de uma cidade pa-
ra outra, via internet, que sera´ enviada com a assinatura do tabelia˜o responsa´vel pela
emissa˜o, via correio. O Associac¸a˜o dos Nota´rios e Registradores, no aˆmbito nacional,
pretende a curto prazo trabalhar com documento eletroˆnico tendo como objetivo viabili-
zar o processo virtual completo, de formas que o documento tenha validade jurı´dica.
Entretanto, enquanto na˜o acontecerem de fato estas interligac¸o˜es e a
pra´tica de certificac¸a˜o digital, os sistemas de informatizac¸a˜o das informac¸o˜es dos carto´rios
servem apenas para edic¸a˜o e impressa˜o de documentos.
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8.3 A Estrutura de Arquivos do Carto´rio Convencional
Conforme determina a legislac¸a˜o relativa a`s atividades dos nota´rios e
registradores, e´ dever destes manter em ordem os livros, pape´is e documentos de sua
serventia, de maneira a garantir a qualidade do servic¸os, atrave´s da conservac¸a˜o dos refe-
ridos livros pape´is e documentos e a adoc¸a˜o de me´todos de catalogac¸a˜o aptos a permitir
seu encontro e a verificac¸a˜o dos dados neles inseridos. A figura 8.2 mostra como e´ feito
o armazenamento dos documentos nos carto´rios convencionais.
Figura 8.2: O arquivo ou armazenamento dos documentos nos carto´rios convencionais e´ feito de
maneira muito simples
Para Walter Ceneviva [CEN 00], as regras sobre a conservac¸a˜o dos do-
cumentos determina o dever de guarda inteligente, funcional e na˜o meramente esta´tica,
bem como o de arquivar leis, regulamentos, resoluc¸o˜es, provimentos, regimentos, ordens
de servic¸o e de atos, em geral relacionados com a sua atividade.
O titular do carto´rio deve ter claro o que arquivar, qual a finalidade
de arquivamento e os procedimentos seletivos a serem adotados, pore´m a maior parte
dos documentos a serem arquivados vem determinada em lei e instruc¸o˜es normativas,
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expedidas pela autoridade judicial.
No processo de arquivamento, e´ fundamental saber se o papel esta´ com
passagem transito´ria pela serventia, ou permanecera´ nela definitivamente. Para Ceneviva
[CEN 00], a destruic¸a˜o de um documento pressupo˜e maior embarac¸o deciso´rio, pois ha´
tendeˆncia de arquivar a mais e hesitar na eliminac¸a˜o dos pape´is desnecessa´rios. No entan-
to, a orientac¸a˜o a ser seguida e´ a seguinte: o menor tempo que um documento permanece
arquivado e´ o da validade dele.
O Ofı´cio de Registro Civil de Pessoas Naturais, responsa´vel pelo regis-
tro de nascimento, alvo da nossa pesquisa, possui uma estrutura de livros ja´ abordada no
capı´tulo 5, que basicamente representa o funcionamento do carto´rio. Este sistema de li-
vros funciona com um ı´ndice alfabe´tico dos assentos lavrados para cada livro, que pode
ser organizado em livro pro´prio, fichas ou registrado em banco de dados informatizado.
O me´todo adotado deve atender aos requisitos de seguranc¸a1, comodidade e pronta bus-
ca. Os livros de registros podem ser organizados pelo sistema de folhas soltas e sa˜o os
seguintes:
Livro A onde sa˜o registrados os nascimentos;
Livro B onde sa˜o registrados os casamentos;
Livro B auxiliar onde sa˜o registrados os casamentos religiosos para efeitos civis;
Livro C onde sa˜o registrados os o´bitos;
Livro C Auxiliar onde sa˜o registrados os natimortos;
Livro D onde sa˜o registrados os proclamas do casamento.
Ale´m dos livros, cujos assentos sempre sa˜o registrados seguidamente e
em ordem cronolo´gica, ha´ ainda outros documentos que devem ser arquivados para futuras
comprovac¸o˜es dos atos praticados pelos delegados. A figura 8.3, mostra um modelo de
livro utilizado pelo carto´rio.
1Tanto o espac¸o fı´sico, quanto as pessoas devem estar aptos a evitar danos materiais que possam atingir
livros e documentos, atrave´s de a´gua, fogo ou ac¸a˜o criminosa
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Figura 8.3: O carto´rio utiliza va´rios livros de registros, destinados aos va´rios atos notariais ou de
registro
Devem ser arquivadas, em pastas pro´prias, as procurac¸o˜es utilizadas
para a pra´tica de um ato por procurador, ressalte-se que no termo devera´ constar que o ato
foi praticado por procurac¸a˜o, com indicac¸a˜o do carto´rio, livro, folha e data da lavratura
da mesma.
Aa Declarac¸o˜es de Nascido Vivo - DN emitidas pelo hospital, as quis
obrigatoriamente devem ser apresentadas para efetuar o registro de nascimento, ficara˜o
arquivada no carto´rio ate´ o final do meˆs corrente.
No caso dos genitores na˜o serem casados e apenas um deles compare-
cer ao carto´rio, este devera´ estar munido de declarac¸a˜o, sendo que esta declarac¸a˜o ficara´
arquivada no carto´rio. O carto´rio tambe´m devera´ arquivar os termos de alegac¸a˜o de pater-
nidade, casos que ocorrem quando a ma˜e solteira quiser declarar o nome do suposto pai
para averiguar a paternidade.
Os livros e demais pape´is relacionados com registros pu´blicos devem
ser mantidos em ordem e em condic¸o˜es de seguranc¸a, ali permanecendo indefinidamente.
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Na˜o ha´ limite de tempo para a obrigatoriedade de sua conservac¸a˜o. No carto´rio, onde
desenvolvemos boa parte da nossa pesquisa, o qual atua desde   de janeiro de  		 ,
e´ mantida uma sala pro´pria para os arquivos dos documentos daquela e´poca ate´ hoje.
Mesmo os documentos que passam pelo processo de microfilmagem, os pape´is continuam
armazenados.
8.4 A Emissa˜o dos Registros Civis Via Internet
A partir do projeto de Emissa˜o de Certida˜o de Nascimento desenvolvido
pelo LABSEC - Laborato´rio de Seguranc¸a em Computac¸a˜o, em parceria com o LINJUR
- Laborato´rio de Informa´tica Jurı´dica, os dois da UFSC, projeto este que faz parte do Pro-
jeto do Carto´rio Virtual, pretende-se mostrar a viabilidade de que boa parte dos servic¸os
prestados pelos carto´rios, dentro das mais diversas atribuic¸o˜es, estabelecidas pela Lei
    	
 de   de novembro de  	 , que regulamenta o art.    da Constituic¸a˜o Federal,
dispondo sobre os servic¸os notariais e de registro via Internet.
Primeiramente, o Projeto de Emissa˜o de Certida˜o de Nascimento Via
Internet, desenvolveu um proto´tipo, prevendo os seguintes procedimentos: com o uso
da tecnologia de assinatura digital, o carto´rio, devidamente credenciado pela Autorida-
de Certificadora da UFSC, podera´ autorizar o funcionamento do carto´rio virtual - que e´
um servidor certificado, o estabelecimento de sau´de - neste caso a Maternidade do Hos-
pital Universita´rio, podera´ acessar o sistema de carto´rio virtual da web, atrave´s de um
agente autorizado e certificado pela Autoridade Certificadora, que colocara´ no sistema as
informac¸o˜es do nascituro, com os dados correspondentes a` Declarac¸a˜o de Nascido Vivo -
DN e mais os dados necessa´rias a` efetivac¸a˜o do registro de nascimento.
Desta maneira, a maternidade e o carto´rio, atrave´s de uma conexa˜o se-
gura, acessam o carto´rio virtual. A primeira para enviar os dados referentes ao nascituro
e o segundo para obter os referidos dados e efetuar o registro de nascimento.
Os atos relativos ao nascimento, casamento e o´bito sa˜o registrados no
carto´rio que tem a responsabilidade de zelar pelas informac¸o˜es contidas nos assenta-
mentos. No decorrer da vida do indivı´duo a situac¸a˜o civil altera-se, seja em func¸a˜o do
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casamento/separac¸a˜o, seja em func¸a˜o de alguma mudanc¸a nos dados que constam nos as-
sentamentos, seja em func¸a˜o da morte deste indivı´duo. Estes atos posteriores, devem ser
lanc¸ados nos assentos primitivos, em forma de anotac¸o˜es ou averbac¸o˜es.
Em func¸a˜o da ligac¸a˜o que existe entre os registros civis de uma pessoa
(nascimento, casamento e o´bito), percebeu-se a necessidade de ampliar a proposta de
emissa˜o de certida˜o via Internet aos registros de casamento e de o´bito. Pois desta forma,
quando um indivı´duo sofresse qualquer alterac¸a˜o em sua situac¸a˜o civil, a base de dados
do carto´rio receberia esta informac¸a˜o automaticamente.
Atualmente, quando ocorre uma alterac¸a˜o da situac¸a˜o civil do indivı´duo
e o registro na˜o acontece no mesmo carto´rio do assento primitivo, o delegado deve fazer
comunicac¸a˜o para o carto´rio que gerou este registro. Mas na˜o ha´ nenhuma garantia de
que as anotac¸o˜es acontec¸am de fato, tanto que para minimizar o problema, no caso da
habilitac¸a˜o para o casamento, os nubentes devem apresentar co´pias de certido˜es de nasci-
mento com data de expedic¸a˜o na˜o superior a sessenta dias.
No processo virtual os documentos do carto´rio ficariam armazenados
na base de dados denominada carto´rio virtual, e todos os carto´rios desde que habilitados a
operarem virtualmente as informac¸o˜es, poderiam automaticamente acrescentar dados aos
registros.
Para que isso se torne realidade, e´ necessa´rio que o carto´rio possa dispor
de processos tecnolo´gicos que garantam a integridade do documento armazenado. Alguns
procedimentos sa˜o fundamentais para manter o valor do documento, tais como: controlar
a expirac¸a˜o da validade da tecnologia utilizada para a assinatura e datac¸a˜o, de maneira que
esta tecnologia tenha renovac¸a˜o automa´tica antes da expirac¸a˜o do seu prazo de validade.
Como exposto na sec¸a˜o 6.6 do capı´tulo 6, na pa´gina 58, atrave´s da In-
fra Estrutura de Armazenamento e Recuperac¸a˜o Segura de Documentos Eletroˆnicos -
IARSDE, e´ possı´vel efetuar-se os procedimentos acima expostos, utilizando-se o proces-
so de gerenciamento de documentos, de datac¸a˜o de documentos e controle de expirac¸a˜o
do prazo de validade da tecnologia utilizada na assinatura digital, tudo isso, respectiva-
mente, atrave´s das seguintes ferramentas: Autoridade de Gerenciamento de Depo´sitos
de Documentos Eletroˆnicos, da Autoridade de Datac¸a˜o e da Autoridade de Garantia de
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Tecnologia.
Para a descric¸a˜o dos documentos, podera´ o carto´rio dispor de arquivos
com uma linguagem no formato padra˜o XML (Extensible Markup Language) [MOG 99],
a qual permite o desenvolvimento de aplicac¸o˜es baseadas na Web que necessitem de for-
mula´rios eletroˆnicos integrados com diversos sistemas, estes formula´rios podem conter
dados, imagens, assinaturas eletroˆnicas, lo´gica, entre outros atributos.
A linguagem XML e´ um conjunto de regras para o desenvolvimento de
formato textual que permite a estruturac¸a˜o de dados. XML incorpora o poder de repre-
sentar informac¸o˜es semi-estruturadas sem preocupar-se com a forma de apresentac¸a˜o que
fica ao encargo da aplicac¸a˜o.
A ide´ia central da XML e´ manter caracterı´sticas, como estrutura dos
dados, apresentac¸a˜o e conteu´do, separadas, de forma que se tornem explı´citas para o sis-
tema computacional, devendo-se dar atenc¸a˜o especial ao significado das informac¸o˜es e no
modo como sa˜o elas esta˜o estruturadas. Em XML, projetistas podem criar seus pro´prios
elementos de acordo com a aplicac¸a˜o que esta´ sendo modelada, definindo linguagens
pro´prias, dando importaˆncia ao conteu´do e a estrutura da informac¸a˜o, sem se preocupar
com a apresentac¸a˜o.
O processo virtual possibilita o carto´rio armazenar as informac¸o˜es de
forma que lhes seja preservado o sigilo previsto pela lei. Na verdade, este e´ obtido quando
uma mensagem e´ cifrada com a chave pu´blica do destinata´rio2. Somente a chave privada
do mesmo e´ que podera´ abrir a mensagem. Garante-se, assim, o sigilo da informac¸a˜o.
No caso do carto´rio, bastaria o cliente ou o pro´prio cartora´rio cifrar os
documentos com a chave pu´blica deste u´ltimo, para que as informac¸o˜es armazenadas fos-
sem providas de sigilo, pois somente o cartora´rio, com a sua chave privada e´ que poderia
acessa´-las. Sendo assim, pode-se considerar que pelas caracterı´sticas do documento ele-
2Na pra´tica, a mensagem e´ cifrada com uma chave de sessa˜o aleato´ria utilizando um algoritmo de
criptografia sime´trica. Esta chave de sessa˜o e´ posteriormente cifrada com a chave pu´blica do destinata´rio
usando um algoritmo de criptografia assime´trica. Isso e´ feito desta forma uma vez que os algoritmos de
criptografia assime´trica sa˜o muito lentos quando comparados aos da criptografia sime´trica. Para maiores
detalhes veja o livro do William Stallings [SAT 99]
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troˆnico, ele apresenta grandes vantagens em relac¸a˜o ao documento tradicional no tocante
a` garantia do sigilo da informac¸a˜o, pore´m se ele perder a chave privada, equivale a perder
um envelope contendo a informac¸a˜o.
Para evitar o risco de perder informac¸o˜es, no caso do cartora´rio perder
sua chave privada, propo˜e-se que o lacre seja compartilhado com outra entidade, direta-
mente ligada ao poder judicia´rio, atrave´s aplicac¸a˜o da cifragem com a chave pu´blica do






















Figura 8.4: O documento e´ cifrado com a chave pu´blica do cliente e do cartora´rio.
Esse mesmo processo de lacre da informac¸a˜o, poderia ser usado para
facilitar o trabalho de fiscalizac¸a˜o da Corregedoria Geral da Justic¸a, sena˜o vejamos: o
cartora´rio e a Corregedoria podera˜o, sistematicamente, lacrar concomitantemente todos
os documentos referentes ao servic¸os notariais e de registro os quais ficara˜o armazenados
tambe´m na Corregedoria. Este processo, ale´m de facilitar o trabalho de auditoria da Cor-
regedoria, ainda propiciaria o armazenamento dos documentos. Conforme ilustra a figura
8.5 sa˜o dois lacres independentes: o primeiro so´ o carto´rio pode abrir o documento; o
segundo a entidade ou autoridade competente pode abrir o documento.
Em outra situac¸a˜o em que o lacre da informac¸a˜o podera´ ser extrema-























Figura 8.5: O documento e´ cifrado com a chave pu´blica do cartora´rio e da Corregedoria
posta e´ que o lacre seja feito usando sigilo compartilhado. No testamento cerrado a lei
exige que ele seja aprovado na presenc¸a de duas testemunhas, ale´m do testador e do ta-
belia˜o. Neste caso o lacre atrave´s do sigilo compartilhado seria aplicado, definindo-se
que a recuperac¸a˜o dos originais do testamento, so´ seria possı´vel associando-se um sub-
conjunto menor que o total do conjunto, pore´m, em todas as combinac¸o˜es deveria estar
o subconjunto pertencente ao testador, por exemplo. A figura 8.6 ilustra o processo da
divisa˜o da informac¸a˜o (   ) em subconjuntos (  ,  ,.... 	 ). Este assunto e´ tratado como
compartilhamento de segredos ( ”secret sharing”). Para maiores informac¸o˜es consulte o
capı´tulo 11 do livro do professor Stinson [STI 95].
Em relac¸a˜o a` fiscalizac¸a˜o procedida pela Corregedoria Geral da Justic¸a,
atrave´s da aposic¸a˜o de Selo no documento que representa o ato notarial ou registral, esta
poderia ocorrer tambe´m de forma virtual, desde que a Corregedoria implantasse uma
PDDE - Protocolizadora Digital de Documentos Eletroˆnicos (Autoridade de Datac¸a˜o).
Desta forma, todos os atos receberiam um selo, com data de hora de sua realizac¸a˜o, da
PDDE - Protocolizadora Digital de Documentos Eletroˆnicos (Autoridade de Datac¸a˜o) da
Corregedoria Geral da Justic¸a.








Figura 8.6: O conjunto da informac¸a˜o (    ) e´ dividido em subconjuntos (   ,   ...   ), para
recuperar    pode ser usado um subconjunto 
turais podera˜o efetuar registros, bem como emitir as respectivas certido˜es via Internet,
utilizando-se da mesma estrutura da emissa˜o de certida˜o de nascimento, e especialmente
da Infra Estrutura de Armazenamento e Recuperac¸a˜o Segura de Documentos, assumindo
assim novos servic¸os.
8.5 Novos Servic¸os para o Carto´rio
Diante da efica´cia do documento eletroˆnico e especialmente, diante das
novas ferramentas que se propo˜em garantir a seguranc¸a dos referidos documentos, os
carto´rios precisam se adaptar a esta nova realidade e comec¸ar a assumir novos me´todos de
trabalho, usando a informa´tica na˜o apenas como mais um suporte de trabalho, mas como
um instrumento capaz de agilizar a prestac¸a˜o de servic¸os e torna´-los cada vez mais trans-
parentes, bem como buscar formas de ampliar as suas func¸o˜es, atrave´s de uma adequac¸a˜o
na legislac¸a˜o que regulamenta a atividade dos nota´rios e registradores.
Esta´ sendo demonstrado que a realizac¸a˜o de servic¸os via Internet, mes-
mo os mais complexos e que requerem maior cuidado, sa˜o via´veis de serem desenvolvidos
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virtualmente, pois as ferramentas que sa˜o criadas quase que diariamente, para garantir a
seguranc¸a das informac¸o˜es que transitam pela rede, demonstram-se capazes de conferir
aos documentos eletroˆnicos quase todos os atributos dos documentos de papel.
Os carto´rios sa˜o uma espe´cie de depo´sito legal de documentos. Os
Ofı´cios de Registro Civil de Pessoas Naturais, conservam em seus arquivos todos os re-
gistros civis dos cidada˜os; os Ofı´cios de Registro de Pessoas Jurı´dicas arquivam todos
os documentos relativos a contratos, a atos constitutivos, a estatutos etc., das sociedades
civis, religiosas, cientı´ficas e outros; Os Oficiais de Registro de Imo´veis arquivam todas
as segundas vias de qualquer ato registral.
Sendo assim, o armazenamento de documentos e´ uma necessidade ine-
rente a` func¸a˜o dos carto´rios, desta maneira, atrave´s do uso dos servic¸os oferecidos pela
Infra Estrutura de Armazenamento e Recuperac¸a˜o Segura de Documentos Eletroˆnicos -
IARSDE, podera˜o garantir a integridade dos seus arquivos e ainda assumir outros pape´is
no processo de garantia do documento eletroˆnico, tornando-se:
1 - Autoridade de Gerenciamento de Depo´sitos de Documentos Eletroˆnicos, com o objeti-
vo principal de gerenciar os seus pro´prios arquivos, mas tambe´m podendo gerenciar
outros documentos eletroˆnicos que lhes fosse submetido;
2 - Autoridade de Datac¸a˜o, com o objetivo de atribuir data e hora aos documentos de sua
responsabilidade legal, e tambe´m atuar como protocolador de documentos em geral
com o intuito de prover-lhes efica´cia, concomitantemente ao processo de atribuir
data e hora aos documentos. Nesta func¸a˜o o carto´rio tambe´m deve informar a pre-
visa˜o da garantia ma´xima da tecnologia utilizada, do documento e do selo de tempo
emitido por ele.
No processo de previsa˜o de garantia da tecnologia utilizada entra o pa-
pel da Autoridade de Garantia de Tecnologia, cujo trabalho seria utilizado pelo carto´rio,
visando conferir a validac¸a˜o da tecnologia sempre que o prazo da sua validade estivesse
para se expirar.
Por outro lado, as tecnologias desenvolvidas para prover seguranc¸a aos
documentos eletroˆnicos abrem campo para a atuac¸a˜o dos carto´rios tambe´m como Autori-
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dade de Registro Complementar a Autoridade de Registro que faz parte da Infra Estrutura
de Chaves Pu´blicas - ICP -Brasil, com a atribuic¸a˜o de verificar a identidade digital da
pessoa, numa espe´cie de processo contı´nuo de identificac¸a˜o da identidade do usua´rio.
Quando uma pessoa quer um certificado digital, ela deve ir pessoal-
mente a uma Autoridade de Registro, e apresentar uma se´rie de documentos necessa´rios
a` sua identificac¸a˜o e ou a` identificac¸a˜o da func¸a˜o. A Autoridade de Registro envia uma
requisic¸a˜o a` Autoridade de Certificac¸a˜o, que, por sua vez, envia o certificado solicitado,
enta˜o a Autoridade de Registro entrega ao usua´rio, mantendo uma lista com o nome do
usua´rio e data de validade do certificado.
Associando a condic¸a˜o de agente pu´blico imbuı´do da fe´ pu´blica, o tabe-
lia˜o estaria apto a exercer com seguranc¸a jurı´dica a func¸a˜o de verificar, sistematicamente,
que aquela pessoa que se apresentou diante dele dete´m a chave privada referente ao seu
certificado. Com base nisso, o carto´rio atualiza o cadastro da Autoridade de Registro
- AR, ou provoca a revogac¸a˜o do certificado digital quando necessa´rio. Ja´ o sistema
de verificac¸a˜o da validade de um certificado avisa o cliente quando foi feita a u´ltima
verificac¸a˜o da sua identidade pelo tabelia˜o.
A figura 8.7 ilustra o processo de identificac¸a˜o de um usua´rio junto a`
Autoridade de Registro para a obtenc¸a˜o de um certificado digital.
8.6 Como Funcionara´ o Carto´rio do Futuro
O carto´rio passara´ por um longo perı´odo de transic¸a˜o em que o docu-
mento eletroˆnico ira´ substituindo lentamente o documento de papel. Na˜o acreditamos,
entretanto, que o documento de papel seja substituı´do completamente, pois apesar dos
avanc¸os tecnolo´gicos, especialmente na a´rea de seguranc¸a das informac¸o˜es que transi-
tam pela rede, ainda assim ha´ muitas du´vidas em relac¸a˜o a`s garantias da integridade do
documento eletroˆnico, e sua efica´cia em substituir o documentos de papel por completo.
Quando assinamos um documento de papel em que apomos nossa assi-
natura de forma manuscrita para dizer que concordamos com o conteu´do do documento,















Figura 8.7: O usua´rio gera o par de chaves e leva para a Autoridade de Registro - AR que o
identifica e assina a requisic¸a˜o. A AR envia a requisic¸a˜o a` Autoridade Certificadora
- AC, que emite o certificado e remete para a AR. A AR entre ga o certificado ao
usua´rio
programa de computador para nos mostrar o conteu´do a ser assinado e de outro programa
para assinar o documento por no´s.
Usar o computador pode representar um risco, pois quando fazemos
um log com o sistema ja´ estamos registrados, se usarmos alguma senha de acesso ha´ o
risco de esquecermos o acesso aberto e algue´m, maliciosamente, se passar por no´s. Isto
pode representar um entrave muito grande para que as pessoas em geral criem o ha´bito de
utilizar o documento eletroˆnico com a mesma naturalidade com que usam o documento
de papel.
O pro´prio carto´rio tera´ muitas dificuldades para se adaptar a essa no-
va situac¸a˜o, uma vez que a lei lhe impo˜e total responsabilidade na realizac¸a˜o dos atos
jurı´dicos, com autenticidade dos documentos e das assinaturas.
No processo convencional tudo e´ feito baseando-se nos documentos es-
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critos, na presenc¸a das pessoas fazendo as devidas declarac¸o˜es e, especialmente, assinan-
do aquilo que declaram. Ja´ no processo digital ha´ uma dependeˆncia das ma´quinas e dos
seus programas e por mais que os te´cnicos de informa´tica garantam a efica´cia dos mesmos
em manter a integridade, o sigilo dos documentos, enfim, que sa˜o confia´veis, ainda assim,
ha´ a perda da autonomia das pessoas sobre os atos que esta˜o praticando.
Com o passar do tempo, certamente as incertezas comec¸ara˜o a se dis-
sipar e, enta˜o, o carto´rio adotara´ o documento eletroˆnico buscando se cercar de todas as
ferramentas existentes na a´rea de seguranc¸a da informac¸a˜o, pore´m o modo convencional e
o modo digital va˜o caminhar paralelamente, pois a questa˜o cultural tambe´m tera´ um peso
muito grande neste processo de mudanc¸a e as pessoas de maneira geral se sentem muito
inseguras na lida com os computadores.
Projetando-se para o futuro, em que o uso do documento eletroˆnico
esteja ta˜o difundido que as pessoas na˜o apresentem nenhuma resisteˆncia a ele, pois tanto
os problemas culturais quanto os do ambiente computacional ja´ estejam resolvidos, ainda
assim o carto´rio devera´ ter um espac¸o fı´sico com pessoas trabalhando nele, especialmente
algue´m imbuı´do da fe´ pu´blica, para atestar presencialmente a identidade da pessoa. Esta
e´ uma condic¸a˜o prevista no processo de assinatura digital, onde ha´ diversos nı´veis de
seguranc¸a e dependendo da importaˆncia do documento, este devera´ ser assinado, mesmo
que digitalmente, na presenc¸a de testemunhas, neste caso ningue´m melhor do que um
tabelia˜o.
Ainda dentro deste contexto, o carto´rio do futuro sera´ um software na
Web, administrado por pessoas que entendam de gerenciamento de banco de dados infor-
matizados. Os usua´rios tera˜o acesso a interfaces que possibilitara˜o que registros sejam
efetuados e as certido˜es referentes aos atos registrados sera˜o disponibilizadas via internet,
assim como, os demais servic¸os prestados pelos carto´rios, tambe´m estara˜o disponı´veis
online, atrave´s do uso da assinatura digital.
Entretanto, a lei estabelece que determinados atos, como por exemplo,
os testamentos pu´blicos, para preencher requisitos essenciais, devem ser escritos pelo
tabelia˜o, na presenc¸a de testemunhas, e ainda devera´ ser observado a capacidade de testar
do testador, bem como, o seu discernimento.
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Desta maneira, o carto´rio virtual, necessariamente requerera´ um espac¸o
fı´sico, onde ferramentas de informa´tica, dara˜o suporte para o desenvolvimento das ati-
vidades convencionais dos carto´rios e, especialmente, para o desenvolvimento das novas
atribuic¸o˜es que visam garantir a seguranc¸a do documento eletroˆnico, quais sejam: auto-
ridade de registro, autoridade de datac¸a˜o e autoridade de gerenciamento de depo´sitos de
documentos eletroˆnicos. Pore´m, a figura do tabelia˜o sera´ imprescindı´vel, pois imbuı´do
da fe´ pu´blica, ele atestara´ a veracidade dos atos registrais que requerem, como vimos, a
presenc¸a obrigato´ria dos indivı´duos que buscam os servic¸os notariais e de registro.
8.7 Aspectos Negativos do Uso do Documento Eletroˆnico
Pelo Carto´rio
O documento eletroˆnico podera´ ser um instrumento de agilidade da vida
das pessoas que precisam de certido˜es relativos a registros de dados referente a` situac¸a˜o
civil de algue´m; da situac¸a˜o jurı´dica de alguma entidade, de algum bem, mo´vel ou imo´vel;
ou enta˜o, de algue´m que necessite prover um documento de fe´ pu´blica, atrave´s do registro
do referido documento, ou ainda, algue´m que precise apenas fazer um reconhecimento da
sua firma.
Analisando-se pelo lado do cartora´rio, este podera´ beneficiar-se da tec-
nologia de assinatura digital como ja´ vimos, principalmente no armazenamento das informac¸o˜es
que esta˜o sob a sua guarda, bem como do gerenciamento das mesma tendo muito mais
facilidades para controlar quem podera´ ter acesso a`s mesmas. O cartora´rio tambe´m tera´
possibilidade de oferecer o servic¸o aos seus clientes com muito mais agilidade.
Entretanto, ha´ que se ressaltar que o documento eletroˆnico, apesar de
todos os atributos do modelo de assinatura digital baseado em criptografia assime´trica e
infra-estrutura de chaves pu´blicas, ainda apresenta muitas fragilidades se comparado ao
modelo convencional, ou seja o documento de papel.
Algumas destas fragilidades no´s ja´ abordamos, como por exemplo, a
confianc¸a que um usua´rio do documento eletroˆnico precisara´ ter em programas de com-
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putadores que assinara˜o digitalmente o documento e outros programas que servira˜o para
verificar a referida assinatura. Tambe´m devera´ o usua´rio dispor de um ambiente compu-
tacional onde ele na˜o corra nenhum risco de estar sendo monitorado por algum elemento
malicioso que possa interceptar as informac¸o˜es sigilosas e fazer uso indevido das mesmas.
Segundo Pedro Rezende [dR 00], no computador interagem programas.
Todo software interage, por exemplo, com seu sistema operacional. Um programa bem
intencionado, mas mal feito, pode permitir que um programa mal intencionado explore
suas falhas para atingir seus objetivos sorrateiros. Diz ele, temos aqui uma das possı´veis
classificac¸o˜es e nomenclatura dessas falhas, objetivos vis, e riscos decorrentes. E con-
tinua, podemos ver que ha´ um encadeamento de riscos, onde distintos nı´veis de falhas e
intenc¸o˜es mal postas podem interagir em sinergia. Um bloqueio de servic¸os que na˜o deixa
rastro, por exemplo, se compo˜e de etapas onde os tipos anteriores de ataque ocorrem.
Rezende tambe´m descreve dois ambientes, aos quais ele denomina de
ambiente de assinatura hostil e ambiente de verificac¸a˜o hostil. No primeiro, ao gerar um
par de chaves assime´tricas, a pessoa precisara´ armazenar sua chave privada no compu-
tador, submeter a chave pu´blica para a certificac¸a˜o, e operar um programa que executa
algum protocolo de assinatura e verificac¸a˜o de certificados e documentos, conectada a`
internet. Neste momento pode ocorrer ”roubo da chave privada”por um software que
contaminou a ma´quina da pessoa.
No segundo ambiente, de verificac¸a˜o hostil, um certificado de uma au-
toridade certificadora que a pessoa na˜o escolheu confiar vai parar no seu sistema, atrave´s
de algum vı´rus plantado por algue´m interessado em que o sistema da pessoa confiasse em
uma autoridade certificadora contra a vontade dela.
Nos dois casos estamos diante do problema da confiabilidade dos am-
bientes computacionais, onde hoje se implementam os mecanismos da infra estrutura de
chaves pu´blicas.
Por outro lado, devemos levar em considerac¸a˜o outra dificuldade do uso
do documento eletroˆnico, que talvez seja a mais significativa, ou seja, o ha´bito em usar
sistemas eletroˆnicos em substituic¸a˜o aos meios convencionais de comunicac¸a˜o entre as
pessoas. Ha´ que se reconhecer que muito ja´ se avanc¸ou nesse sentido, na˜o por vontade
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pro´pria e sim por imposic¸a˜o de o´rga˜o governamentais e entidades financeiras, que nos
forc¸am a utilizar sistemas computacionais, sem que tenhamos a mı´nima noc¸a˜o de como
funcionam internamente esses processos.
Delegar a` programas de computadores tarefas que era exclusivamente
nossa, como assinar um documento, por exemplo, e´ algo muito assustador, portanto, a
aceitac¸a˜o por parte das pessoas leigas em computac¸a˜o desta nova forma de registro e
comunicac¸a˜o da informac¸a˜o, requer um longo trabalho de convencimento e comprovac¸a˜o
de que o modelo de assinatura digital, baseado na criptografia assime´trica e infra estrutura
de chaves pu´blicas pode substituir o modelo convencional de forma totalmente segura.
Os carto´rios, ao assumirem o processo eletroˆnico para emissa˜o e ar-
mazenamento de documentos, esta˜o expostos a esses riscos. A legislac¸a˜o a` qual esta˜o
subordinados lhes impo˜e responsabilidade pelos atos pro´prios da sua func¸a˜o, dizendo que
os responsa´veis pelas serventias, respondera˜o pelos danos que causem a terceiros. Sendo
assim, tambe´m os nota´rios e registradores, como os clientes que utilizam os seus servic¸os,
precisara˜o da garantia de que o um processo eletroˆnico de registro, armazenamento e for-
necimento de informac¸o˜es seja de fato seguro.
Por outro lado, a pro´pria lei dos nota´rios e registradores estimula a
modernizac¸a˜o dos servic¸os cartoriais prevendo a adoc¸a˜o de sistemas de computac¸a˜o, para
a organizac¸a˜o e execuc¸a˜o destes servic¸os, no sentido de dar maior velocidade perfeic¸a˜o
aos mesmos, e no entender de Ceneviva [CEN 00], o dispositivo da lei com esse obje-
tivo e´ muito importante, pois a tradic¸a˜o sugere que houve sempre muita resisteˆncia, por
parte dos titulares dos carto´rios e tambe´m da doutrina, a` adoc¸a˜o de me´todos novos, sob
a desculpa, que para ele se mostrou falsa, de que sacrificariam a seguranc¸a. E reforc¸a,
a modernidade na˜o e´ um valor em si mesmo, quando se trate de func¸o˜es tabelioas ou
notariais. Vale, se acompanhada de seguranc¸a.
No sentido de encontrar soluc¸o˜es para os problemas da seguranc¸a da
informac¸a˜o, em func¸a˜o do uso do documento eletroˆnico, Rezende [dR 00] diz que esta-
mos diante da questa˜o crucial proposta como paradigma para a pro´xima de´cada, na neces-
sidade de se proteger o processo computacional autenticato´rio. E sua proposta e´ confinar
este processo em algum hardware dedicado a isto, como por exemplo, em carto˜es inteli-
99
gentes que, segundo o ilustre professor, esta˜o se aproximando do limiar de performance
necessa´ria para este confinamento.
A assinatura digital permite verificar a autenticidade de um documento
recebido, assim como evita o repu´dio do envio do documento pelo emissor do mesmo. Os
smart cards sa˜o uma ferramenta poderosa para aumentar a confiabilidade de um sistema
de assinatura digital.
Com ele evita-se que o software de assinatura tenha acesso a chave pri-
vada do usua´rio. O software envia para o carta˜o o resumo do documento a ser assinado
digitalmente, o carta˜o cifra o resumo produzindo o resumo cifrado que fara´ parte da assi-

















Figura 8.8: O software envia para o carta˜o o resumo do documento para ser assinado, o carta˜o
cifra o resumo que fara´ parte da assinatura e envia para o software
Em nenhum momento o software de assinatura teve contato com a chave
privada. Ocorre que os smart cards na˜o sa˜o ta˜o inteligentes quanto se pensa. Um software
de assinatura digital malicioso pode enviar um resumo de um documento que o usua´rio
na˜o possui conhecimento. Isso ocorre porque o smart card cifra o resumo sem saber qual
documento se trata. Ale´m disso, o carta˜o na˜o armazena informac¸o˜es sobre os documentos
que ele assinou.
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Estudos esta˜o sendo realizados, pelo LabSEC - Laborato´rio de Seguranc¸a
em Computac¸a˜o da UFSC, propondo a seguinte soluc¸a˜o para o problema: o software de
assinatura digital envia para o carta˜o, ale´m do resumo, uma descric¸a˜o do documento a
ser assinado. O carta˜o cifra os dois dados e envia para o software de assinatura; o smart
card armazena a descric¸a˜o sobre o documento que assinou e a data e hora que a assinatura




















Figura 8.9: O software envia para o carta˜o o resumo mais uma descric¸a˜o do documento para ser
assinado,o carta˜o cifra os dois, armazena a descric¸a˜o mais a data e hora do documento
que assinou e envia para o software
A data e hora sa˜o informac¸o˜es obtidas de uma Protocolizadora Digi-
tal de Documentos Eletroˆnicos - PDDE (autoridade de datac¸a˜o). O certificado digital do
usua´rio pode ainda ser emitido para assinar somente determinado tipo de documento, con-
forme a descric¸a˜o do mesmo. Com essas informac¸o˜es, o smart card passa a saber: o que
esta´ assinando; o que assinou e quando assinou; e quantos documentos foram assinados.
Esta nova funcionalidade do smart card pode ser utilizada para evitar em parte o problema
da inversa˜o do oˆnus da prova. O proprieta´rio do smart card pode usa´-lo como prova de
que na˜o assinou um determinado documento.
101
8.8 Conclusa˜o
Este capı´tulo mostrou a necessidade dos carto´rios se adaptarem a nova
realidade, de efica´cia jurı´dica do documento eletroˆnico. O carto´rio na˜o pode ignorar a
existeˆncia do documento eletroˆnico, ao contra´rio, ele deve procurar conhecer as novas
tecnologias que hoje ja´ esta˜o disponı´veis com o objetivo de proporcionar maior seguranc¸a
a estes, para evitar irem a reboque destas novas ferramentas. Ale´m disso, devem os res-
ponsa´veis pelos carto´rios ter um olhar aberto para a tecnologia e aproveitar a confianc¸a
que a func¸a˜o lhe proporciona e assumir novas atribuic¸o˜es, com o objetivo de oferecer
novos servic¸os diretamente relacionados a garantia do documentos eletroˆnicos.
Capı´tulo 9
Considerac¸o˜es Finais
Dar publicidade a certos fatos ja´ era uma preocupac¸a˜o das grandes
civilizac¸o˜es antigas, com destaque para a propriedade imobilia´ria que era objeto de protec¸a˜o
especial por parte do homem e das divindades. No Brasil vigoraram Ordenac¸o˜es do Rei-
no, que atribuı´am func¸o˜es relevantes aos Tabelia˜es. A igreja cato´lica era responsa´vel
pelos registros de nascimento, casamento e o´bito em seus livros, ja´ os acato´licos somente
comec¸aram a ter algum tipo de registro a partir do ano de     .
Atrave´s de normas esparsas outros registros foram instituı´dos, tais como
registros imobilia´rios, registros de tı´tulos e documentos e outros. Pore´m, em     houve a
unificac¸a˜o dos registros pu´blicos brasileiros atrave´s da Lei        de     e atualmente,
a Lei        
 , de   de dezembro de     , comporta a normatizac¸a˜o destes registros.
O sistema notarial e de registros no Brasil, e´ uma atividade de cara´ter
privado, exercida por delegac¸a˜o do poder pu´blico, assim estabelecido pelo artigo    da
Constituic¸a˜o da Repu´blica. Sendo que ao Poder judicia´rio cabe a fiscalizac¸a˜o da referida
atividade. Dentro do Poder Judicia´rio os servic¸os notariais e de registro sa˜o classificados
como extrajudiciais e regulamentados pela Lei Federal     	




`A Corregedoria Geral da Justic¸a, o´rga˜o do Poder Judicia´rio, responsa´vel
pela fiscalizac¸a˜o disciplinar, controle e orientac¸a˜o dos servic¸os forenses, compete a fiscalizac¸a˜o
dos servic¸os notariais e de registro, que atrave´s da Lei Federal    	
  , tiveram defi-
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nidas a sua titularidade e atribuic¸o˜es.
Os documentos concernentes ao estado civil do indivı´duo, sa˜o emitidos
pelos Ofı´cios de Registros Civis de Pessoas Naturais, que tambe´m tem a responsabilidade
de registrar atrave´s de anotac¸o˜es e averbac¸o˜es todos os fatos supervenientes no registro
civil original.
Em notı´cia datada do dia   de maio de  , o Ministe´rios da Sau´de
divulgou a seguinte informac¸a˜o: ”Em  	  , segundo dados do IBGE - Instituto Brasileiro
de Geografia e Estatı´stica, um terc¸o das crianc¸as na˜o tinham Registro Civil, situac¸a˜o que
provoca uma se´rie de consequ¨eˆncias negativas como, por exemplo, restric¸o˜es ao aces-
so aos servic¸os pu´blicos, aos sistemas de protec¸a˜o, aos programas oficiais de apoio, a
emissa˜o de documentos, entre outros”(inserir bibliografia).
Na mesma notı´cia o Ministro da Sau´de divulga que sera´ baixada uma
portaria que entrara´ em vigor no dia  de junho de  , estabelecendo novo procedimen-
to na Guia de Autorizac¸a˜o para Internac¸a˜o Hospitalar (AIH), que incluira´ o nu´mero de
registro do rece´m-nascido. Com esta Alterac¸a˜o na AIH, sera˜o beneficiadas    milho˜es
de rece´m nascidos anualmente na rede de atendimento do SUS - Sistema ´Unico de Sau´de
, que tera˜o assegurado o registro.
Estas medidas governamentais que buscam minorar um problema ta˜o
gigantesco, valorizam ainda mais a iniciativa da Universidade Federal de Santa Catarina
- UFSC, que atrave´s dos Laborato´rios: LabSec e Linjur decidiu apresentar a` sociedade
a possibilidade desta conseguir seu documento base (registro de nascimento) de forma
totalmente eletroˆnica.
A implantac¸a˜o do Projeto Piloto (certida˜o de nascimento) na Materni-
dade do Hospital Universita´rio, ale´m de demonstrar que e´ possı´vel se obter documentos
via Web de forma totalmente segura e obviamente mais ra´pida, tem como grande objetivo
proporcionar aos cidada˜os o acesso a este documento, que a Constituic¸a˜o lhes garante a
gratuidade, de maneira mais a´gil e facilitada.
A edic¸a˜o da Medida Proviso´ria        e as subsequ¨entes alterac¸o˜es,
atrave´s da MP      e MP      , atribuiu ao documento eletroˆnico a mesma
efica´cia jurı´dica dos documentos que utilizem outro suporte fı´sico.
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Com a disponibilidade de uma infra estrutura de chaves pu´blicas, cria-
da pelo governo brasileiro, as entidades pu´blicas e privadas que lidam com documentos
pu´blicos e particulares precisam se adaptar para fazer frente a` demanda pela sociedade
desta nova modalidade de documentos.
Neste contexto esta˜o os carto´rios que ale´m de serem os responsa´veis
pelos atos que resultam nos registros bases dos indivı´duos, tambe´m sa˜o responsa´veis por
uma infinidade de outros registros que concedem direitos e preveˆem deveres, de pessoas
fı´sicas e jurı´dicas.
Atualmente os servic¸os cartoriais sa˜o feitos com muito pouco uso do
processo virtual. Em visitas aos carto´rios constatamos uma realidade voltada para um
sistema ainda muito preca´rio de atendimento e de armazenamento de documentos. Por
outro lado, o sistema de busca das informac¸o˜es, apesar das regras e orientac¸o˜es no sentido
de indicar a melhor forma de guarda dos registro e documentos em geral, tambe´m na˜o se
apresenta como uma tarefa fa´cil.
Na nossa pesquisa nos chamou a atenc¸a˜o a falta de controle dos Ofı´cios
de Registros Civis de Pessoas Naturais, sobre os fatos supervenientes aos registros origi-
nais, pois a forma como e´ feita a comunicac¸a˜o entre os carto´rios, na˜o apresenta nenhuma
garantia de que o destinata´rio recebeu a informac¸a˜o, e como se procedeu a anotac¸a˜o no
registro original.
Quando um indivı´duo casa, por exemplo,a lei determina que o seu regis-
tro de nascimento deve receber uma anotac¸a˜o de que houve o casamento. Se o registro de
casamento for feito em carto´rio diferente de onde foi feito o registro de nascimento, neste
caso cabe ao delegado do Ofı´cio em que ocorreu o casamento, fazer uma comunicac¸a˜o ao
Ofı´cio onde se encontra o registro de nascimento.
Atrave´s do carto´rio virtual, onde todas as informac¸o˜es sobre os registros
civis estariam disponı´veis em que um banco de dados virtual, bastaria o delegado emitir
um registro que automaticamente todas as alterac¸o˜es nos atos anteriores se efetuariam.
Outro aspecto negativo no sistema cartorial diz respeito ao armazena-
mento dos documento, apesar da lei prever a possibilidade do uso da microfilmagem para
a guarda dos documentos, todos os pape´is continuam sendo arquivados. Isto gera um
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volume muito grande de material para ser armazenado, o que requer tambe´m um grande
espac¸o fı´sico.
Ale´m disso, ha´ que se considerar que o acumulo de material (pape´is) re-
lativo a documentos antigos, propicia a gerac¸a˜o de ambientes insalubres, causando muitos
prejuı´zos a` sau´de das pessoas que trabalham nestes locais.
Assim como na emissa˜o do registro de nascimento que podera´ ser feito
via Internet o LabSEC - Laborato´rio de Seguranc¸a em Computac¸a˜o, tambe´m desenvolveu
outras ferramentas que oferecem seguranc¸a ao documento eletroˆnico, garantido-lhe os
atributos de autoria, integridade, tempestividade necessa´rios a` sua efica´cia jurı´dica.
Com a certificac¸a˜o digital, proporcionada a partir da implantac¸a˜o da
Infra Estrutura de Chaves Pu´blicas, atrave´s da ICP - Brasil, os documentos eletroˆnicos
passara˜o a ser assinados com certificados garantidos por entidades comprometidas com
regras estabelecidas por um o´rga˜o governamental, dando maior seguranc¸a a quem preten-
dem utiliza´-los.
Pore´m, surgiram problemas que na˜o foram aventados pelas polı´ticas de
certificac¸a˜o da ICP-Brasil, como por exemplo o armazenamento dos documentos ele-
troˆnicos. A assinatura aposta aos documentos eletroˆnicos, diferentemente de uma assi-
natura a um documento de papel (manuscrita) tem prazo de validade, pois a tecnologia
utilizada para assinar digitalmente, pode ser quebrada em um prazo de no ma´ximo dez
anos.
Por isso, foram desenvolvidos estudos no LabSEC, no sentido de cri-
ar uma Infra Estrutura de Armazenamento e Recuperac¸a˜o Segura de Documentos Ele-
troˆnicos, composta de treˆs autoridades: Autoridade de Datac¸a˜o, Autoridade de Gerencia-
mento de Depo´sitos de Documentos Eletroˆnicos e Autoridade de Garantia de Tecnologia.
Esta infra estrutura visa prover o controle da expirac¸a˜o da validade da tecnologia utilizada
para a assinatura e datac¸a˜o do documento eletroˆnico.
A proposta e´ para que os atuais carto´rios se adaptem a essa nova realida-
de, proporcionada pela validac¸a˜o do documento eletroˆnico e assumam novas atribuic¸o˜es,
tornando-se autoridades de datac¸a˜o e de gerenciamento de depo´sitos de documentos, bus-
cando apoio te´cnico nas autoridades de garantia de registros. Por outro lado tambe´m,
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percebe-se como via´vel a atuac¸a˜o dos carto´rios como autoridades de registro para identi-
ficar os usua´rios de Certificado eletroˆnicos e, complementarmente, atuar na processo de
identificac¸a˜o contı´nua dos referidos usua´rios, valendo-se da confianc¸a que lhes e´ atribuı´da
pela fe´ pu´blica.
A emissa˜o de certida˜o de nascimento via Web e´ o primeiro passo para
que todos os servic¸os notariais e de registros sejam disponibilizados em rede. A escolha
do registro de nascimento deveu-se ao fato de ser este um documento gratuito, o que gera
muitas vezes um atendimento aque´m do deseja´vel. Com a reformulac¸a˜o do modelo atual,
via implantac¸a˜o do Carto´rio Virtual, todos tera˜o acesso a`s informac¸o˜es e ao atendimento
de forma ra´pida, favorecendo com isso o exercı´cio da cidadania.
Entretanto, na˜o podemos deixar de abordar os aspectos negativos do
uso do documento eletroˆnico. Comec¸ando pela questa˜o cultural, as pessoas ainda na˜o se
sentem a vontade para intercambiar informac¸o˜es, especialmente quando envolvem com-
promissos maiores e valores moneta´rios, pois tanto a ma´quina (computador), quanto os
programas utilizados para enviar e receber informac¸o˜es sa˜o instrumentos e processos in-
decifra´veis para a imensa maioria das pessoas.
Ainda que estejamos avanc¸ando muito, do ponto de vista da tecnologia,
desenvolvendo ou implementando ferramentas que proporcionam seguranc¸a aos sistemas
de informac¸o˜es virtuais, ainda assim tudo e´ muito fra´gil do ponto de vista da materialida-
de, pois apesar de darmos os comandos para que o computador acione determinados pro-
gramas, para que fac¸am determinadas tarefas, nem sempre o resultado e´ o que prevı´amos.
Para assinarmos um documento digital e com isso provermos ele de
requisitos essenciais a` sua validade jurı´dica, neste caso o de autoria do documento, de-
pendemos de um programa de computador para visualizar o documento que queremos
assinar e de outro programa para assinar, e do hardware que rodara´ estes programas e
precisamos confiar incondicionalmente neles.
Se um dos programas e´ malicioso, o usua´rio podera´ ser induzido a assi-
nar um documento, pensando que esta´ assinando outro. Por outro lado, a ma´quina pode
estar sendo monitorada com o intuito de extrair informac¸o˜es, especialmente para capturar
dados relativos a` chave privada, ou seja, a assinatura do usua´rio. Tudo isso sem que ele
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tenha conhecimento.
Encontrar soluc¸o˜es para estes problemas de desconfianc¸a nos ambientes
computacionais, na˜o e´ tarefa fa´cil. Pelo fato de interagirem entre si, esta˜o sempre sujeitos
a sofrer interfereˆncia uns dos outros, ou seja, bons programas podem ser afetados por
programas maliciosos, por fragilidade na estrutura daqueles ou enta˜o pela capacidade
destes de quebrar tecnologias.
De fato estamos, como diz o professor Pedro Rezende [dR 00], diante
da questa˜o crucial proposta como paradigma para a pro´xima de´cada, na necessidade de se
proteger o processo computacional autenticato´rio. E sua proposta e´ confinar o processo
em um carta˜o inteligente.
Ocorre que os chamados smart cards na˜o sa˜o ta˜o inteligentes quanto se
propo˜em ou pensam alguns tecno´logos. Na verdade a grande vantagem do carta˜o inteli-
gente e´ que ele conte´m a chave privada e quando o software de assinatura envia o resumo
para ser cifrado o carta˜o devolve-o cifrado, evitando com isso que o programa tenha aces-
so a chave privada do usua´rio. Pore´m, como o smart card na˜o armazena informac¸o˜es sobre
os resumos que cifra, nada impede que um programa malicioso pec¸a a ele para cifrar algo
que o usua´rio na˜o tem conhecimento.
Resolver este problema e´ um grande desafio. Nossa proposta e´ que o
smart card armazene em sua memo´ria dados do documento cujo resumo ele ira´ cifrar,
anexando a data e hora deste procedimento atrave´s de uma protocolizadora digital de
documentos eletroˆnicos. Ale´m disso, o carta˜o pode ser programado para cifrar tipos es-
pecı´ficos de documentos.
Pore´m, ainda que todos os problemas de seguranc¸a do processo com-
putacional autenticato´rio sejam resolvidos, o que nos parece bastante uto´pico, o fato das
pessoas dependerem das ma´quinas para executar um ato, que no mundo convencional e´
ta˜o inerente a ela, como e´ a assinatura, gera, sem du´vida, um desconforto muito grande,
pois a incerteza sobre os atos por ela praticados sera´ uma constante.
Em determinados momentos o ato de estabelecer compromisso, com
outras pessoas ou entidades, sera´ muito mais seguro se for efetuado diante de testemu-
nhas e principalmente diante de algue´m imbuı´do do poder de atestar a vontade das partes
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envolvidas. Certamente, a agilidade do processo virtual, se chocara´ com a burocracia im-
posta pela falta de confianc¸a no referido processo, talvez este seja o prec¸o a ser pago por
tanto avanc¸o tecnolo´gico.
A adoc¸a˜o do documento eletroˆnico pelos carto´rios e´, portanto, uma re-
alidade que se impo˜e em func¸a˜o do avanc¸o tecnolo´gico. Alia´s, esta na˜o e´ uma realidade
imposta apenas aos nota´rios e registradores mas a` toda a sociedade, pois estamos vivendo,
sem du´vida, uma revoluc¸a˜o, deixando para tra´s a era industrial e avanc¸ando rumo a era da
informac¸a˜o pelo processo virtual.
No entanto, a falta de robustez das te´cnica desenvolvidas para a seguranc¸a
das informac¸o˜es que transitam na rede, ou seja, do chamado processo computacional au-
tenticato´rio, nos faz concluir que, no futuro a presenc¸a de algue´m imbuı´do de fe´ pu´blica
que ateste a vontade das partes, especialmente quando envolve valores morais e mo-
neta´rios, e´ de fundamental importaˆncia.
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Glossa´rio
Algoritmo Assime´trico: algoritmo usado por cifradores que utilizam par de chave: cha-
ve pu´blica/privada. Enquanto uma chave e´ usada para cifrar a outra e´ usada para
decifrar.
Algoritmo Sime´trico: algoritmo usado por cifradores que utilizam uma chave secreta
para cifrar. Sa˜o mais ra´pidos do que os algoritmos assime´tricos.
Anotac¸a˜o: remisso˜es fitas nos livros de registro para facilitar a busca e vincular diversos
assentos e averbac¸o˜es interligados.
Artigo: elemento estrutural da lei que consiste em sua unidade ba´sica. Divide-se em
para´grafos, itens ou incisos e alı´neas ou letras.
Assento: anotac¸a˜o em registros pu´blicos.
Assinatura: refere-se ao ato ou efeito de assinar ou ao pro´prio nome escrito, firma em
si. Assinar algo tem o sentido gene´rico de apor-lhe um sinal , marca ou sı´mbolo
pessoal.
Assinatura Digital: transformac¸a˜o matema´tica de uma mensagem por meio da utilizac¸a˜o
de uma func¸a˜o matema´tica e da criptografia assime´trica do resultado desta com a
chave privada da entidade assinante.
Ata: registro escrito das deliberac¸o˜es e ocorreˆncias havidas em reunio˜es promovidas por
sociedades civis ou comerciais.
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Ato Jurı´dico: e´ todo o ato lı´cito, que tenha por fim imediato adquirir, resguardar, trans-
ferir, modificar ou extinguir direitos.
Auxiliares da Justic¸a: funciona´rios cujas atividades sa˜o imprescindı´veis a` realizac¸a˜o dos
atos processuais.
Autenticidade: garante a identidade de quem esta´ enviando a mensagem, ou seja, pode-
remos assegurar a autoria de determinado documento. No documento tradicional
demonstra-se essa autoria atrave´s da assinatura no documento. No documento ele-
troˆnico prova-se sua autenticidade com a assinatura digital.
Autoridade Certificadora: entidade que emite certificados de acordo com as pra´ticas
definidas na Declarac¸a˜o de Regras Operacionais - DRO. ´E comumente conhecida
por sua abreviatura - AC.
Autoridade de Registro: entidade de registro. Pode estar fisicamente localizada em uma
AC ou ser uma entidade de registro remota. ´E parte integrante de uma AC.
Averbac¸a˜o: ato pelo qual se faz constar em documento anterior fato que modifica ou
acresce o conteu´do deste.
Carto´rio: repartic¸a˜o onde funciona tabelia˜es, escriva˜es, ofı´cios de justic¸a, repartic¸a˜o de
registros jurı´dicos. Arquivo de documento. Lugar onde funcionam ofı´cios de notas.
Cifrador: programa que conte´m um algoritmo usado para cifrar mensagens ou arquivos,
geralmente utilizando chaves pu´blica/privada ou chave secreta.
Certificado Digital: declarac¸a˜o assinada digitalmente por uma AC, contendo nome de
uma AC, que emitiu o certificado; nome do assinante para quem o certificado foi
emitido; a Chave Pu´blica do assinante; o perı´odo de validade operacional do certifi-
cado ; o nu´mero de se´rie do certificado, u´nico dentro da AC; uma assinatura digital
da AC que emitiu o certificado com todas estas informac¸o˜es.
Chave Privada: chave de um par de chaves mantida secreta pelo seu dono e usada no
sentido de criar assinaturas para cifrar e decifrar mensagens com a Chave Pu´blica
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correspondente.
Chaves Pu´blica: chave de um par de chaves criptogra´ficas que e´ divulgada pelo seu dono
e usada para verificar a assinatura digital criada com a chave privada corresponden-
te ou, dependendo do algoritmo criptogra´fico assime´trico utilizado, para cifrar e
decifrar mensagens.
Constituic¸a˜o: lei fundamental do Estado, lei que o povo impo˜e aos que o governam.
Criptografia: disciplina que trata dos princı´pios, meios e me´todos para a transformac¸a˜o
de dados, de forma a proteger a informac¸a˜o contra acesso na˜o autorizado a seu
conteu´do.
Criptografia Assime´trica: sistema criptogra´fico que envolve o uso de um par de chaves
matematicamente relacionadas, uma chave pu´blica e outra privada.
Criptografia Sime´trica: sistema criptogra´fico que utiliza a mesma chave para cifrar e
decifrar o texto.
Declarac¸a˜o de Regras Operacionais - DRO: Documento que conte´m as pra´ticas e ati-
vidades que uma AC implementa para emitir certificados. ´E a declarac¸a˜o da en-
tidade certificadora a respeito dos detalhes do seu sistema de credenciamento e as
pra´ticas e polı´ticas que fundamentam a emissa˜o de certificados e outros servic¸os
relacionados.
Decreto: ato administrativo emanado do Poder Executivo, com o fim de regulamentar a
lei propriamente dita, ou de ensejar, a tal Poder, a realizac¸a˜o dos atos inerentes a`
sua competeˆncia.
Delegado: titular de carto´rio de notas ou de registros pu´blicos.
Documento: do latim documentum, de docere (mostrar, indicar, instruir, na te´cnica jurı´dica
entende-se o papel escrito em que se mostra ou se indica a existeˆncia de um ato, de
um fato, ou de um nego´cio.
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Documento Particular: o que e´ escrito pela pro´pria pessoa que o passou ou escreveu. O
que e´ feito particularmente, sob assinatura das partes, sem a intervenc¸a˜o do serven-
tua´rio pu´blico.
Documento Pu´blico: ato escrito e passado por serventua´rio pu´blico, no livro de seu
ofı´cio ou carto´rio, ou em repartic¸a˜o pu´blica, segundo as prescric¸o˜es e formalida-
des legais, exigidas para sua autenticidade e legalidade.
Documento Eletroˆnico: informac¸o˜es manipuladas por computador e armazenadas em
programa especı´fico capaz de traduzir uma sequ¨encia de bits.
Erga Omnes: locuc¸a˜o latina que designa a obrigatoriedade para todos de uma norma ou
decisa˜o [AQU 94].
Escrevente: funciona´rio de carto´rio de notas ou de registros pu´blicos subordinado ao
respectivo titular.
Fe´ Pu´blica: confianc¸a que se deve ter a respeito dos documentos emanados de autorida-
des pu´blicas ou de serventua´rios da justic¸a, em virtude da func¸a˜o ou ofı´cio exercido.
Irretratabilidade (na˜o repu´dio): garantia de que o emissor da mensagem na˜o ira´ ne-
gar posteriormente a autoria de uma mensagem ou participac¸a˜o em uma transac¸a˜o,
controlada pela existeˆncia da assinatura digital que somente ele pode gerar.
Infra Estrutura de Chaves Pu´blicas: arquitetura, organizac¸a˜o, te´cnicas, pra´ticas e pro-
cedimentos que suportam, em conjunto, a implementac¸a˜o e a operac¸a˜o de um sis-
tema de certificac¸a˜o baseado em criptografia de Chaves Pu´blicas.
Integridade: garantia de que o conteu´do da mensagem na˜o foi alterado. No documento
tradicional a investigac¸a˜o e´ feita no conteu´do do mesmo. No caso dos documentos
eletroˆnicos esta verificac¸a˜o e´ determinada pela assinatura digital.
Lei: preceito escrito, elaborada por o´rga˜o competente e forma previamente estabelecida,
mediante o qual as normas jurı´dicas sa˜o criadas, modificadas ou revogadas.
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Lista de Certificados Revogados: lista dos nu´meros seriais dos certificados revogados,
que e´ digitalmente assinada e publicada em um reposito´rio. A lista conte´m ainda a
data da emissa˜o do certificado revogado e outras informac¸o˜es, tais como as razo˜es
especı´ficas para a sua revogac¸a˜o.
Nascituro: ser humano ja´ concebido e que se encontra ainda no ventre materno.
Norma Jurı´dica: preceito obrigato´rio imposto ou reconhecido como tal pelo Estado.
Nota´rio: denominac¸a˜o dada ao tabelia˜o de notas, aquele incumbido da elaborac¸a˜o de
escrituras pu´blicas.
Oficio de Registro Civil de Pessoas Naturais: o´rga˜o incumbido de registros e averbac¸o˜es
referentes aos atos jurı´dicos e tı´tulos referentes a`s pessoas naturais, a eles conferin-
do autenticidade e publicidade.
Pessoa Natural: pessoa fı´sica e´ o pro´prio ser humano, sujeito de direitos em func¸a˜o de
sua racionalidade.
Registro Pu´blico: servic¸o pu´blico com a func¸a˜o de perpetuar documento para a prova de
atos jurı´dicos em qualquer tempo, sua publicidade e conhecimento de terceiros.
Registrador: oficial pu´blico a quem incumbe a pra´tica dos atos relacionados na legislac¸a˜o
pertinente aos registros pu´blicos.
Resumo: um conjunto de caracteres mapeado de uma mensagem ou arquivo por uma
func¸a˜o resumo que e´ u´nico. Se a mensagem ou arquivo sofre alterac¸o˜es, o resumo
ja´ na˜o sera´ o mesmo. Geralmente e´ usado em assinaturas digitais para garantir a
integridade do objeto.
Serventia: serventia judicia´ria, carto´rios, registros e escrivanias.
Serventua´rio: quem exerce ofı´cio pu´blico.
Sigilo : Condic¸a˜o na qual dados sensı´veis sa˜o mantidos secretos e divulgados apenas para
as partes autorizadas.
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Smart card: pode ser um carta˜o de memo´ria que armazena dados, mas requer um pro-
cessador externo para acessar e manipular os dados. Ou pode ser um carta˜o proces-
sador que tem seu pro´prio microprocessador embutido, completo, com seu pro´prio
sistema operacional, e pode processar e armazenar dados independentemente.
Tabelia˜o: oficial pu´blico a quem incumbe lavrar os atos, contratos e instrumentos a que
as partes interessadas devam ou queiram dar forma legal ou autenticidade.
Tempestividade: permite saber se determinado documento foi ou na˜o produzido naquela
ocasia˜o.
Termo: momento a partir do qual um ato jurı´dico comec¸a a produzir ou cessa de produzir
efeitos.
