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Cap´ıtol 1
Introduccio´
El projecte Ampliacio´n de ITSAT para el sistema de operacio´n de servicios v´ıa Web, e´s un
projecte que es desenvolupara` sobre l’eina ITSAT, amb l’objectiu de proporcionar-li un seguit
de funcionalitats i ampliacions que aquesta eina no tenia. Aquest cap´ıtol e´s una presentacio´
inicial, on es prete´n proporcionar una visio´ ba`sica de que ens ofereix l’eina i entendre quina
motivacio´ i objectius te´ el projecte sobre aquesta.
1.1 Introduccio´ al servidor de gestio´ ITSAT
1.1.1 Per a que` serveix ITSAT?
ITSAT1 e´s un conjunt d’eines d’administracio´ de sistemes en entorns IT dissenyades i em-
paquetades per l’u´s d’administradors de sistemes, per tal d’incrementar directament la seva
eficie`ncia en treball i amb la finalitat de proveir d’un sistema de gestio´ centralitzada amb
totes les ma`quines que disposi l’organitzacio´ on s’implanti l’eina. D’aquesta manera, es ga-
rantitza que l’administrador o te`cnic podra` treballar co`modament i de manera instanta`nia
sobre qualsevol d’aquestes.
1.1.2 Avantatges i millores que aporta l’eina
El fet de tenir una eina amb tota la informacio´ centralitzada, ens aporta una se`rie de beneficis,
que incrementaran la qualitat de la feina de l’administrador de sistemes.
- Millora en accessibilitat: Aquesta eina proporciona acce´s autoritzat als te`cnics sense
necessitat de recordar els usuaris i passwords que te cada ma`quina (acce´s Single Sign
On2). A me´s, podrem realitzar les connexions interactives a les diverses ma`quines via
web sense necessitat d’un client extern per entrar a aquestes.
- Millora en l’aplicacio´ de processos iteratius: Aquesta eina permet realitzar acci-
ons remotes ra`pides sobre N ma`quines sense la necessitat d’accedir f´ısicament a cadas-
cuna d’elles (figura 1.1), de manera que executarem i tindrem resultats en un lapse de
1Acro`nim de IT-System Administration Tools.
2Single Sign On e´s l’acce´s a diversos sistemes, identificant-se nome´s una vegada amb un password.
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Figura 1.1: Acce´s web al servidor local.
temps mı´nim. Aquestes accions podran ser executades per l’usuari o per un planificador
pre`viament programat.
1.1.3 Funcionament per mo`duls
Aquesta eina proporciona les seves funcionalitats en forma de mo`duls3. De manera que l’acce´s
a cadascun d’aquests ens proveira` de les diferents opcions que ofereix l’eina, com pot ser un
mo`dul d’acces a les ma`quines. Els mo`duls que ofereix ITSAT inicialment so´n:
· Management Module: Mo`dul per gestionar la informacio´ del sistema, com poden ser
dades de ma`quines o d’usuari. En aquest mo`dul podrem inserir, modificar o esborrar
aquesta informacio´. E´s el mo`dul ba`sic de ITSAT.
· Remote Conection Proxy Module: Mo`dul mitjanc¸ant el qual ens podem connectar
a les diferents ma`quines que hi ha al sistema, o entrar al servidor local per executar
accions sobre tot el conjunt de ma`quines. En aquest mo`dul tambe´ veurem la informacio´
referent a totes aquestes connexions, e´s a dir, sessions i logs4 dels usuaris.
· Top Secret Identification Module: Mo`dul que tractara` tot el tema de credencials.
Aqu´ı es poden visualitzar credencials, inserir-ne de noves, editarles... e´s a dir fer tota




1.1.4 Sistema de control d’acce´s
ITSAT utilitza un sistema de rols i permisos per tal de definir quines accions pot realitzar
un usuari i quines no. Cada rol anira` definit per un conjunt de permisos que podra` habilitar
l’usuari des del mo`dul de gestio´ i que indicaran quines accions pot realitzar l’usuari que tingui
aquest rol assignat. Cada accio´ del sistema comprovara` sempre que l’usuari tingui permı´s
per realitzar-la, de manera que no es doni mai el cas que es facin accions que no tinguem
habilitades.
Figura 1.2: Definicio´ de rol.
1.2 Motivacio´ i objectius del projecte
1.2.1 Sistema d’auditoria
Durant el dia a dia, a ITSAT es produeixen moltes accions, des del simple login d’un usuari
al sistema fins a l’execucio´ de comandes sobre diverses ma`quines en paral.lel. El problema
actualment, e´s que no hi ha cap registre d’aquests events5 (qui ha fet l’accio´, quan ho ha
fet...) tret de petits fragments d’informacio´ repartits en diverses logs, de les quals no es pot
treure gaire informacio´ precisa. Donada la importa`ncia de tenir consta`ncia de que` s’esta` fent
en cada moment i que moltes accions podrien ser perjudicials (per exemple execucio´ d’un
script que alent´ıs les ma`quines), cal tenir un registre de tots aquests events i per tant, s’ha de
5Veure glossari 11.1.3.1.1.
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construir un sistema d’auditoria per ITSAT. Un cop constru¨ıt el sistema d’auditoria, caldra`
implementar un nou mo`dul per poder visualitzar tota aquesta nova informacio´.
1.2.2 Sistema d’operacions ba`siques
Actualment un usuari pot accedir al servidor local de ITSAT des del mo`dul RCPM i execu-
tar un seguit de comandes sobre les ma`quines que hi ha al sistema. La me´s important, e´s la
comanda sat-remotedo6, que ens permet establir un filtre per seleccionar l’objectiu de la co-
manda, i seguidament la comanda que volem executar. Una manera fa`cil d’entendre aixo`, e´s
per exemple, posar un filtre de sistema operatiu Linux, de manera que la comanda s’executi
en totes aquelles ma`quines que tinguin Linux com a sistema operatiu. Altres opcions que
ofereix, e´s executar comandes de serveis (com podria ser un apache start), transferir fitxers
de local a remot, o agafar fitxers de ma`quines remotes.
Figura 1.3: Execucio´ d’una comanda amb filtre per sistema operatiu.
Actualment, aixo` nome´s ho pot fer un administrador accedint a la consola local de IT-
SAT, i ens interessa la possibilitat de que` els usuaris puguin executar comandes via web.
Per tant, aquesta necessitat ens portara` a crear un mo`dul per disposar d’aquestes fun-
cionalitats, i no ho limitarem nome´s a aixo`, sino´ que a me´s, oferirem la possibilitat de
que aquestes comandes es puguin programar i guardar, de manera que siguin accessibles a
tots els usuaris del mo`dul, establint aix´ı, una jerarquia on aquells administradors amb me´s
coneixements puguin crear les comandes, i els te`cnics amb menys experie`ncia les tinguin dis-
ponibles pel seu u´s. Aquest mo`dul tambe´ permetra` comprovar el resultat de l’execucio´ de
cada comanda que hi hagi registrada (histo`ric), per veure quin ha sigut el resultat i facilitar
l’administracio´.
1.2.3 Sistema de permisos
ITSAT treballa sobre un sistema de permisos i rols, de manera que es puguin limitar fun-
cionalitats dels diversos mo`duls als usuaris segons interessi. Es poden definir permisos que
ofereixin una limitacio´ relativa a un recurs, de manera que l’usuari pugui fer X cosa sobre Y




Aixo` vol dir que podem definir coses com: l’usuari X es pot connectar a la ma`quina Y, pero`
sempre limitat al concepte ma`quina.
Fins el moment ja valia, pero` quan entra en joc el nou mo`dul d’operacions ba`siques, la
cosa ha de canviar, doncs per executar comandes de servei ens interessa molt poder limitar
els serveis que pot fer servir cada usuari. I aixo` actualment no es pot, perque` no esta` pensat
el sistema per ampliar-lo.
1.2.4 Objectius
Despre´s de veure que cal fer, podem definir uns objectius generals pel projecte:
- Implementar un sistema d’auditoria per ITSAT, per tal de que els diversos events del
sistema quedin enregistrats.
- Dissenyar i implementar un mo`dul d’auditoria.
- Modificar el sistema de permisos de ITSAT perque` pugui ser extensible i ampliar-lo per
poder utilitzar-lo amb serveis.
- Dissenyar i implementar un mo`dul d’operacions ba`siques que permeti fer el mateix que
ofereix la comanda sat-remotedo, aix´ı com programar comandes, guardar-les , execucio´
de serveis, histo`ric de comandes...
1.2.5 Planificacio´ inicial






Inicialment s’ha fet una estimacio´ econo`mica inicial del que pot costar realitzar el produc-
te. Un cop acabat veurem si el pressupost ha variat o no, en funcio´ de com hagi anat el
desenvolupament del projecte.
1.2.6.1 Hardware
Per tal de fer el projecte s’utilitzara` un porta`til proporcionat per l’empresa. Aquest porta`til
ha sigut utilitzat anteriorment en me´s d’un projecte, podem suposar que cada porta`til de
l’empresa l’utilitzen aproximadament uns tres programadors. Podem assumir doncs, que el
seu cost en aquest projecte e´s una tercera part del que va costar inicialment.
Hardware Preu hardware % Projecte
Lenovo Thinkpad SL510 300 euros. 100 euros.
1.2.6.2 Software
La majoria del software utilitzat e´s gratu¨ıt, no obstant aixo`, cal adquirir alguna llicencia, ja
que hi ha software que si esta` destinat per ser comercial cal pagar-lo. Per altra banda, per
tal d’emular ma`quines virtuals en Windows s’utilitza un programa que e´s de pagament i per
tant, tambe´ s’haura` d’adquirir la llicencia corresponent.
Software Preu llicencia
MySQL Enterprise Edition 5000 euros.
VMWare Worktation 225 euros.
1.2.6.3 Personal
El personal d’aquest projecte es divideix en dos rols:
- Project Manager: Encarregat de la planificacio´ del projecte i que es porti a terme.
- Programador: Encarregat de programar el software.
La duracio´ del projecte s’estima en 99 dies, el programador fa una mitjana de 6 hores al
dia per desenvolupar el software i el project manager dedica una hora al dia per revisar com
va el projecte i reunir-se amb el programador. Per tant el cost queda de la manera segu¨ent.
Rol Preu Hora Hores al dia Hores Totals Total
Project Manager 80 e/h 1h 198 15.840
Programador 45 e/h 6h 594 26.730
1.2.6.4 Total




En aquest apartat definirem sobre les diferents branques del projecte, els requisits funcionals
(aquells que defineixen el comportament del sistema) i els no funcionals (aquells que afecten
al bon funcionament del sistema).
2.1 Auditoria
L’auditoria esta` orientada a poder consultar els events del sistema, de manera fa`cil i intu¨ıtiva.
Constara` d’un sistema de registre d’events amb el que podrem registrar qualsevol event des
de qualsevol punt del sistema, i d’un mo`dul d’auditoria on podrem fer cerques per visualitzar
tota aquesta informacio´ registrada.
2.1.1 Requisits funcionals
2.1.1.1 Registre d’events
Es tracta de fer un sistema de registre d’events simple i que permeti que es pugui registrar
qualsevol tipus d’event, mentre l’usuari interactua amb el sistema ITSAT.
· Registrar event: El sistema enregistrara` els events tan bon punt succeeixin i amb
la informacio´ justa i necessa`ria per poder saber que ha passat. El sistema registrara`
els events amb precisio´ de microsegon i permetra`, de manera instanta`nia, actualitzar el
temps de finalitzacio´ de l’event, amb la precisio´ esmentada anteriorment. (Figura 2.1).
2.1.1.2 Mo`dul d’auditoria
El mo`dul d’auditoria o AUDM, e´s el mo`dul que permetra` a l’usuari de ITSAT visualitzar
tota la informacio´ que s’ha anat registrant al sistema.
· Seleccionar opcions de cerca: L’usuari podra` realitzar cerques per tal de trobar
els diferents events que han succe¨ıt. Cada cerca es podra` definir seleccionant un seguit
de para`metres.
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Figura 2.1: Casos d’us: Sistema d’auditoria.
- Seleccionar opcio´ de cerca per entorn: Podrem seleccionar un entorn i d’a-
questa manera, veure tots els events que han succe¨ıt en totes les ma`quines de
l’entorn seleccionat.
- Seleccionar opcio´ de cerca per ma`quina: Podrem seleccionar una ma`quina
especifica i veure tots els events que han succe¨ıt en aquesta.
- Seleccionar opcio´ de cerca per mo`dul: Podrem seleccionar un mo`dul del
sistema i veure tots els events que han succe¨ıt en qualsevol funcionalitat d’aquest
mo`dul.
- Seleccionar opcio´ de cerca per usuari: Podrem seleccionar qualsevol usuari
del sistema i veure tots els events que ha produ¨ıt aquest usuari mentre l’utilitzava.
- Seleccionar data d’inici: Es podra` seleccionar una data d’inici, amb el format
mes/dia/any i per me´s precisio´, tambe´ es podra` seleccionar un temps d’inici, amb
el format hora:minut.
- Seleccionar data de fi: D’igual manera, es podra` seleccionar una data de fina-
litzacio´, amb el mateix format que la d’inici.
- Sincronitzar temps actual: En qualsevol moment entre cerca i cerca, podrem sin-
cronitzar la data d’inici i la de fi amb l’actual de manera instanta`nia, per tal d’evitar
introduir-la manualment cada vegada.
- Realitzar cerca: Es realitzara` la cerca i els events que es visualitzaran, seran aquells
que compleixin les condicions de la cerca i que estiguin en el rang de temps segu¨ent
- Events que transcorren entre la data d’inici i la data de finalitzacio´.
- Events que acaben entre la data d’inici i la data de finalitzacio´.
- Events que comencen entre la data d’inici i la data de finalitzacio´.
- Events que comencen abans de la data d’inici i acaben despre`s de la data de
finalitzacio´.
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- Seleccionar mode de visualitzacio´: El mo`dul oferira` la possibilitat de triar una
visualitzacio´ en mode llista o timeline1, l’usuari podra` triar en qualsevol moment un
dels dos per fer les cerques.
- Visualitzacio´ en mode llista: Una cerca en mode llista mostrara` tots els events
en un llistat. Podrem veure en detall cada event i a me´s, tindrem un seguit de
funcionalitats pro`pies de la llista.
- Consultar log d’acce´s: Si l’event e´s d’acce´s a una ma`quina, podrem veure
tota la log que ha generat l’usuari quan hi ha entrat.
- Consultar resultat d’execucio´: Si l’event e´s d’execucio´, podrem veure el
resultat que hem obtingut al realitzar-la.
- Visualitzacio´ en mode timeline: Una cerca en mode timeline mostrara` tots
els events de manera gra`fica en una l´ınia del temps i a me´s, tindrem un seguit de
funcionalitats pro`pies del timeline.
- Consultar els u´ltims events del sistema: Podrem consultar els u´ltims
events que s’han donat en el sistema, en diferents unitats de temps, partint
de la data actual en la qual ens trobem.
Hora: Tots els events que han passat durant l’ultima hora.
Dia: Tots els events que han passat l’u´ltim dia.
Setmana: Tots els events que han passat l’ultima setmana.
Mes: Tots els events que han passat l’u´ltim mes.
Any: Tots els events que han passat l’u´ltim any.
- Desplac¸ar-se per unitat de temps: Si be´ el timeline permet el des-
plac¸ament en el rang de temps que hagim triat, addicionalment podrem fer
cerques instanta`nies segons la unitat de temps triada. Aixo` vol dir que si hem
seleccionat l’opcio´ de veure els events que s’han donat l’u´ltima hora,podrem
veure els de l’hora anterior o segu¨ent, per tal de poder fer comparacions i
veure quines difere`ncies hi ha hagut al sistema.
2.1.2 Requisits no funcionals
- Llistat d’events: Per tal de poder entendre millor que esta` passant al sistema, defini-
rem un cata`leg d’events, e´s a dir, una llista on sortiran tots els events que es consideren
importants a ITSAT i que seran els que registrarem. Aquesta llista contindra` tots els
events, el mo`dul on es registren i quina informacio´ addicional guarden, de manera que
ajudara` a interpretar els resultats.
- Seleccio´ de dates usable i intu¨ıtiva: Per tal que l’usuari no hagi d’introduir les
dates manualment, s’utilitzara` el plugin jQueryUI per tal de fer la seleccio´ de dia de
l’any, amb el que s’anomena datepicker. D’altra banda, a falta d’un plugin oficial per
fer la seleccio´ del temps, s’utilitzara` el que s’anomena timepicker, un plugin de codi
lliure molt similar al datepicker de jQueryUI.
1Veure glossari 11.2.2.
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Figura 2.2: Casos d’us: Mo`dul AUDM.
- Timeline gra`fic i interactiu: Per la vista amb timeline, s’optara` per utilitzar el
plugin jquery TimelineChap, que permet la representacio´ dels events de manera clara
i ra`pida i la possibilitat de desplac¸ar-se en profunditat (zoom) o en horitzontal per la
l´ınia del temps.
- Events representats per colors: Per tal de fer me´s intu¨ıtiva la vista en mode
timeline, s’assignaran colors diferents als diversos events que tinguin coses en comu´
(per exemple, els relacionats amb la instal.lacio´ de ma`quines).
- Integracio´ amb sistema TabCtrl2 propi de ITSAT: TabCtrl e´s un plugin que
ofereix ITSAT per tal de mostrar resultats de manera organitzada. A partir d’aquest,
podem fer una adaptacio´ al sistema d’auditoria per tal de mostrar els resultats en forma
de llista. Gra`cies a aixo`, obtindrem paginacio´ de resultats i un cercador per tal de filtrar
segons el camp entre els resultats obtinguts millorant aix´ı la operativitat de l’usuari
2Veure apartat 10.1.1.1 del cap´ıtol tecnologies
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amb el mo`dul.
- Integracio´ amb visor de logs: Per tal de poder mostrar informacio´ sobre els events
d’acce´s a la ma`quina, s’integrara` un visor de logs amb el que l’usuari podra` veure de
manera precisa la log del dispositiu. Aquest visor estara` en segon pla, de manera que
en cap moment ens obligara` a tancar els resultats que estem mirant, ni altres logs, sino´
que podrem tenir totes les logs que ens interessin per fer comparacions.
- Integracio´ al sistema de permisos: El mo`dul estara` integrat al sistema de permisos
original de ITSAT i permetra` definir diversos permisos per les seves funcionalitats. Els
permisos que definira` so´n:
- Cerca per mo`dul: Permetra` fer cerques per mo`dul.
- Cerca per usuari: Permetra` fer cerques per usuari.
- Cerca per entorn: Permetra` fer cerques per entorn.
- Cerca per ma`quina: Permetra` fer cerques per ma`quina.
- Visualitzar events: Permetra` definir els events que podrem veure, respecte a
una ma`quina o un entorn.
Tambe´ definira` dos permisos necessaris que defineix ITSAT pel funcionament d’un
mo`dul:
- Acce´s al mo`dul: Permetra` utilitzar el mo`dul d’auditoria.
- Visualitzacio´: Permetra` visualitzar els resultats utilitzant el plugin ITSAT
TabCtrl.
2.2 Sistema de permisos
El sistema de permisos e´s el sistema de control d’acce´s que ofereix ITSAT per tal de definir
que poden fer i que no poden fer els usuaris. De cara a l’usuari, el sistema nome´s s’ampliara`,
internament implicara` molta me´s feina.
2.2.1 Requisits funcionals
- Definir permisos per serveis i insta`ncies L’usuari podra` definir en els seus mo`duls
permisos sobre els serveis del sistema o les insta`ncies associades.
2.2.2 Requisits no funcionals
- Refactoritzacio´ de tot el sistema Es fara` una refactoritzacio´ completa de tot el
sistema de control d’acce´s de ITSAT, per tal de que es puguin fer ampliacions sobre
aquest i sigui me´s escalable.
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Figura 2.3: Casos d’us: Sistema de permisos.
2.3 Mo`dul d’operacions ba`siques
El mo`dul d’operacions ba`siques abarcara tota la funcionalitat de les execucions de comandes,
tant de servei com programades. Quan parlem dels requisits del mo`dul, hem de diferenciar
dos tipus d’usuaris del mo`dul.
- Te`cnic junior: Amb te`cnic junior volem definir, aquells usuaris que no tinguin co-
neixement suficient per administrar els sistemes de manera segura i per tant, que no
puguin executar comandes pro`pies al servidor local de ITSAT.
- Administrador: E´s el rol que assumeix aquell usuari amb experie`ncia, que sap com
funciona el sistema i te´ la capacitat de decidir quines comandes vol executar.
2.3.1 Requisits funcionals
2.3.1.1 Te`cnic junior
- Visualitzar recursos del sistema: L’usuari podra` visualitzar tots els recursos del
sistema dels quals tingui permı´s. Els recursos que veura` representats gra`ficament so´n:
- Els entorns de treball del sistema.
- Les ma`quines que hi ha a cada entorn.
- Els serveis associats a cada ma`quina.
- Les insta`ncies de cada servei.
- Les comandes programades del sistema.
- Els grups de comandes del sistema.
Es pot trobar me´s informacio´ de cada tipus de recurs al glossari.
- Visualitzar comandes del sistema: Per cada recurs, l’usuari podra veure totes les
comandes que hi ha disponibles, que son les segu¨ents:
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- Comanda de servei: E´s aquella comanda proporcionada per un servei, que es
pot realitzar en una ma`quina perque hi ha una insta`ncia que habilita aquest servei.
- Comanda programada: E´s aquella comanda que ha sigut programada per un
administrador i que esta` a la disposicio´ de l’usuari.
Les comandes que es visualitzaran per cada recurs escollits aniran en funcio´ del tipus
de recurs:
- Entorn: Es veuran totes les comandes de servei proporcionades per totes les
insta`ncies que hi hagi a les ma`quines de l’entorn. Tambe´ es mostraran totes les
comandes programades associades a aquell entorn.
- Ma`quina: Es veuran les comandes de servei proporcionades per totes les insta`ncies
de la ma`quina.
- Servei: Es veuran les comandes de servei d’aquell servei.
- Insta`ncia: Es veuran les comandes de servei del servei d’aquella insta`ncia.
- Grup de comandes: Es veuran les comandes programades que hi ha associades
al grup.
- Executar comandes de servei: L’usuari podra` executar les comandes de servei i
veure els resultats que retorna l’execucio´.
- Consultar histo`ric de comandes de servei: L’usuari podra` consultar l’histo`ric de
les ultimes execucions de cada comanda de servei, on podra` veure informacio´ i resultats
de cadascuna.
- Executar comandes programades: L’usuari podra` executar les comandes progra-
mades i veure els resultats que retorna l’execucio´.
- Consultar histo`ric de comandes programades: L’usuari podra` consultar l’histo`ric
de les ultimes execucions de cada comanda programada, on podra` veure informacio´ i
resultats de cadascuna.
- Consultar informacio´ de comandes programades: L’usuari podra` veure infor-
macio´ sobre les comandes programades, de manera que podra` veure a quines ma`quines
del sistema pot afectar la comanda a executar.
2.3.1.2 Administrador
- Accedir al panell de comandes programades: L’usuari podra` accedir al panell
de les comandes programades, des d’on podra` crear, editar i esborrar, entre altres, les
diverses comandes programades del sistema.
- Crear comandes programades: L’usuari podra` crear una comanda programada i
guardar-la al sistema.
- Editar comandes programades: L’usuari podra` editar una comanda programada i
guardar-la al sistema.
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Figura 2.4: Casos d’us: Te`cnic junior - Mo`dul BOPM.
- Esborrar comandes programades: L’usuari podra` esborrar una comanda progra-
mada del sistema.
- Definir filtre de comanda: L’usuari podra` crear un filtre personalitzat i assignar-lo





- Entorn de produccio´.
- Servei.
- Insta`ncia.
- Assignar comanda a grup: L’usuari podra` assignar la comanda a un grup de co-
mandes existent.
- Validar filtre: L’usuari podra` validar el filtre que s’ha definit pre`viament, de manera
que s’han de mostrar totes les ma`quines que el compleixen.
- Executar comanda: L’usuari podra` fer una execucio´ de prova de la comanda que ha
creat, per tal de veure que funciona correctament.
- Accedir al panell de grups de comandes: L’usuari podra` accedir al panell dels
grups de comandes, des d’on podra` crear, editar i esborrar els grups de comandes del
sistema.
- Crear grup de comandes: L’usuari podra` crear un nou grup de comandes i guardar-
lo al sistema.
- Editar grup de comandes: L’usuari podra` editar un grup de comandes i guardar-lo
al sistema.
- Esborrar grup de comandes: L’usuari podra` esborrar un grup del sistema.
- Eliminar una comanda del grup: L’usuari podra` eliminar del grup qualsevol de les
comandes.
2.3.2 Requisits no funcionals
· Us de DataTables per mostrar resultats: Datatables e´s un plugin jQuery per mos-
trar taules. S’utilitzara` per mostrar informacio´ addicional dels recursos, com l’histo`ric
de les comandes.
· Us de l’arbre jsTree per mostrar recursos: jsTree e´s un plugin jQuery per mostrar
valors en forma d’arbre. S’utilitzara` per tal de mostrar els diferents recursos del sistema
a l’usuari.
· Creacio´ dina`mica de filtres: Per tal de facilitar la creacio´ de filtres, es podran
crear els filtres dina`micament en el panell, afegint i esborrant elements, facilitant la
usabilitat.
· Integracio´ amb auditoria: Per tal de mostrar l’histo`ric de les comandes, s’utilitzara`
el sistema d’auditoria creat en aquest mateix projecte.
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Figura 2.5: Casos d’us: Administrador - Mo`dul BOPM.
· Integracio´ amb sistema TabCtrl propi de ITSAT: TabCtrl e´s una funcionalitat
que ofereix ITSAT per tal de mostrar resultats de manera organitzada. A partir d’a-
questa funcionalitat, podem fer una adaptacio´ al sistema d’auditoria per tal de mostrar
els resultats en forma de llista. Gra`cies a aixo`, obtindrem paginacio´ de resultats i un
cercador per tal de filtrar segons el camp entre els resultats obtinguts.
· Integracio´ al sistema de permisos: El mo`dul estara` integrat al sistema de permisos
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original de ITSAT i permetra` definir diversos permisos per les seves funcionalitats. Els
permisos que definira` son:
- histo`ric de comandes: Permetra` a l’usuari veure o no, l’histo`ric de les execuci-
ons.
- Crear comandes: Permetra` a l’usuari tenir acce´s al panell de comandes.
- Cerca grups: Permetra` a l’usuari tenir acce´s al panell de grups.
- Executar: Permetra` a l’usuari executar les comandes.
- Veure totes les comandes: Permetra` a l’usuari veure les comandes programades
de tots els usuaris, a me´s de les seves.
Tambe´ definira` dos permisos necessaris que defineix ITSAT pel funcionament d’un
mo`dul:
- Acce´s al mo`dul: Permetra` utilitzar el mo`dul d’operacions ba`siques.




Disseny de les aplicacions
En aquest cap´ıtol mostrarem el disseny dels diferents apartats del projecte. Entrarem en
detall en cadascun dels components d’aquests, mostrant les diferents opcions que ofereix la
interf´ıcie, ja siguin vistes (finestres interactives) o dia`legs (finestres emergents amb informa-
cio´).
3.1 Disseny del mo`dul d’auditoria
Aquest mo`dul te´ un objectiu molt clar que e´s visualitzar una gran quantitat d’informacio´, en
aquest cas events que s’han donat al sistema. Aquesta informacio´ s’ha de mostrar de manera
intu¨ıtiva.
Per fer-ho me´s usable, s’ha optat per tenir dins del mo`dul, dos components diferents: un
panell per realitzar les cerques i una finestra per analitzar els resultats. La combinacio´ de les
dues vistes do´na lloc al mo`dul AUDM (Figura 3.1).
3.1.1 Vista: Panell de cerca
Aquesta vista ha de permetre la realitzacio´ de les cerques, aixo` vol dir que hem de poder
triar totes les opcions que defineixen una cerca, aix´ı com seleccionar el rang de temps o
sincronitzar-lo amb l’actual. (Figura 3.2).
En aquesta vista trobem diferents opcions que definiran el tipus de cerca que farem:
· Tipus de cerca: Podem triar les opcions: entorn, usuari o mo`dul, segons els permisos
que tinguem assignats. (Figura 3.3).
· Seleccio´ de valor: Un cop definit el tipus, haurem de triar un valor associat a aquest,
per exemple, si triem l’opcio´ de fer una cerca per mo`dul, hem de triar el mo`dul que
volem cercar. (Figura 3.4).
20
Figura 3.1: Vista principal del mo`dul d’auditoria.
Figura 3.2: Panell de cerca.
· Data d’inici i data de finalitzacio´: Per tal de fer una cerca, cal establir un rang
de temps. Podrem seleccionar la data de manera usable i ide`ntica en ambdo´s casos.
(Figura 3.5).
· Sincronitzacio´: Disposarem d’un rellotge a l’extrem de cada data, per tal de sincronitzar-
la amb el temps actual amb un sol click. (Figura 3.6).
3.1.2 Vista: Ana`lisi
Aquesta vista e´s on mostrarem els resultats. Donat que tenim dos modes de mostrar els
resultats, aquesta vista estara` formada per va`ries subvistes que descriurem a continuacio´.
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Figura 3.3: Panell de cerca: Tipus de cerca.
Figura 3.4: Panell de cerca: Seleccio´ de valor.
Figura 3.5: Panell de cerca: Data d’inici i data de finalitzacio´.
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Figura 3.6: Panell de cerca: Sincronitzacio´.
3.1.2.1 Vista: Ana`lisi de resultats en mode llista
Disposarem d’una taula en la qual se’ns mostrara` tota la informacio´ que ha resultat de fer la
cerca que hem definit. Disposarem de totes les funcionalitats que aporta el plugin TabCtrl
juntament amb algunes opcions exclusives del mode llista. (Figura 3.8)
· Filtrar Resultats: TabCtrl ens permet filtrar resultats, de manera que podem fer
subcerques, per ma`quina o tipus d’event.
· Paginacio´: TabCtrl ens proveeix d’una paginacio´ automa`tica.
En aquesta vista trobem dos subcomponents: Visualitzar Event i Visualitzar Log
Figura 3.7: Ana`lisi de resultats.
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Figura 3.8: Ana`lisi: Mode llista.
3.1.2.1.1 Vista: Visualitzar Event Gra`cies al plugin TabCtrl podem consultar les
dades d’un event en concret. En aquesta vista veurem en detall les dades de l’event seleccionat
aix´ı com la possibilitat de consultar la sortida en cas que es tracti d’un event de tipus
comanda. Si e´s aquest cas, tindrem un camp Output on podrem fer apare`ixer un dia`leg amb
tota la informacio´ de l’execucio´. (Figura 3.9).
Figura 3.9: Ana`lisi: Visualitzar Event.
3.1.2.1.1.1 Dia`leg: Output Event E´s un dia`leg on veurem exactament la sortida
d’executar aquella comanda, ni me´s ni menys. En cas que l’execucio´ no hagi proporcionat
cap resultat, es mostrara` buit. (Figura 3.10).
3.1.2.1.2 Vista: Visualitzar Log En cas que tinguem un event de tipus acce´s (l’usuari
es connecta a una ma`quina), el mo`dul ens ofereix la possibilitat de consultar la log, com a
informacio´ extra. (Figura 3.11).
Aquesta vista s’obrira` en una nova pestanya, de manera que facilitara` la usabilitat alhora
de poder consultar diverses logs sense afectar la cerca principal. Aix´ı mateix, ofereix diverses
possibilitats com per exemple, canviar la mida de la lletra, donades pel sistema de visor de
logs de ITSAT.
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Figura 3.10: Dia`leg: Output Event.
Figura 3.11: Ana`lisi: Visualitzar Log
3.1.2.2 Vista: Ana`lisi de resultats en mode Timeline.
Aquesta vista ens mostrara` els resultats utilitzant un Timeline (Figura 3.12) amb les segu¨ents
funcionalitats:
· Zoom i desplac¸ament: Ens podem moure amb el ratol´ı per tot el timeline o utilitzant
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les icones superiors per fer el moviment.
· Seleccio´ de u´ltims events: Podem clicar un dels botons per veure els u´ltims events
que s’han donat segons la unitat de temps.
· Desplac¸ament d’u´ltims events: Podem clicar a les fletxes inferiors per tal de mou-
re’ns a la unitat de temps anterior o segu¨ent a la que ens trobem.
Figura 3.12: Ana`lisi dels resultats: Mode Timeline
3.2 Sistema de permisos
El sistema de permisos tindra` un impacte menor en el disseny del sistema ITSAT. U´nicament
es veura` afectada la vista d’edicio´ de rols.
3.2.1 Vista: Edicio´ de rols
Aquesta vista permet definir permisos sobre serveis i insta`ncies, de la mateixa manera que
es podia fer fins ara per entorns i ma`quines. (Figura 3.13).
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Figura 3.13: Vista: Edicio´ de rols adaptada a serveis i insta`ncies
3.3 Mo`dul d’operacions ba`siques
Aquest mo`dul ha de contenir molta informacio´: informacio´ sobre els diversos recursos, in-
formacio´ de les comandes, informacio´ de les comandes de serveis, histo`rics... i es busca que
l’usuari la pugui veure de forma intu¨ıtiva sense provocar confusio´ alguna.
Un altre punt important, e´s que han d’existir uns panells que ens mostrin tant les co-
mandes a programar com els grups. E´s important doncs, que siguin molt usables i fa`cils
d’entendre, ja que la creacio´ de comandes e´s una tasca molt complexa.
La distribucio´ d’aquest mo`dul sera` la segu¨ent: Una vista dels recursos del sistema i una
vista de la informacio´ general del mo`dul. (Figura 3.14).
3.3.1 Vista: Recursos del sistema
Aquesta vista ens permet veure de manera intu¨ıtiva, tots els recursos que tenim al sistema
en forma d’arbre. Aquest arbre e´s interactiu i dina`mic, de manera que a mesura que obrim
els diferents nodes veurem els recursos associats a cadascun. Els recursos que veiem son els
segu¨ents:
- Entorns: Poden contenir altres entorns o ma`quines.
- Ma`quines: Poden contenir serveis.
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Figura 3.14: Vista principal del mo`dul BOPM.
- Serveis: Poden contenir insta`ncies.
- Insta`ncies
- Comandes
- Grups de comandes
Cada recurs te´ una icona pro`pia que l’hi dona identitat dins dels diversos que formen el
sistema. (Figura 3.15).
3.3.2 Vista: Informacio´ del mo`dul
Aquesta e´s la vista principal que conte´ tota la informacio´ que necessita visualitzar l’usuari.
Tenim dos pestanyes on podrem alternar entre comandes programades o comandes de servei
i segons el recurs que triem dins de l’arbre, veurem unes dades o altres. Dins d’aquesta vista
tenim la subvista per veure l’histo`ric de la comanda triada per tots dos tipus de comandes, i
la subvista d’informacio´, per veure informacio´ concreta d’una comanda programada. (Figura
3.16).
3.3.2.1 Vista: Histo`ric
En aquesta vista veurem tota la informacio´ sobre l’execucio´ d’una comanda. Es tracta d’una
finestra que apareix al seleccionar la icona de l’histo`ric d’una comanda de la vista principal.
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Figura 3.15: Vista: Recursos del sistema.
(Figura 3.17).
En aquesta vista queda representat el segu¨ent:
- Nu´mero d’execucio´.
- Usuari que ha executat la comanda.
- Data d’execucio´.
- Tipus de comanda.
- Resultat de l’execucio´.
- Estat de la execucio´.
3.3.2.1.1 Dia`leg: Output Aquest dia`leg e´s ide`ntic al ja vist al mo`dul d’auditoria. E´s
un dia`leg que mostra informacio´ sobre la sortida de la comanda. (Figura 3.18).
3.3.2.2 Vista: Informacio´ comanda
En aquesta vista veurem la informacio´ d’una comanda programada en concret. Addicional-
ment podrem visualitzar quines so´n les ma`quines o insta`ncies objectiu.
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Figura 3.16: Vista: Informacio´ del mo`dul.
Figura 3.17: Vista: Histo`ric.
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Figura 3.18: Dia`leg: Output.
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Figura 3.19: Vista: Panell de comandes.
Figura 3.20: Vista: Panell de comandes (Seccio´ 1).
3.3.3 Vista: Panell de comandes
Aquest el panell principal que utilitzara` un administrador per crear comandes programades.
(Figura 3.19). Ofereix totes les opcions necessa`ries per poder crear una comanda programada.
Podem dividir aquest panell en tres seccions per tal de veure me´s clarament que ens permet
fer.
- Seccio´ 1: Definicio´
En aquesta seccio´ l’usuari podra` definir si vol crear una nova comanda (i per tant, triar
el nom d’aquesta) o seleccionar una comanda ja existent. Tambe´ podra` associar-la
a un grup de comandes per tal que la seva representacio´ a l’arbre de recursos sigui
me´s intu¨ıtiva per tots els usuaris del sistema. Per ultim, podem definir quin tipus
de comanda sera`: De Ma`quina que vol dir que els objectius de la comanda seran
ma`quines del sistema, o de Servei on els objectius seran insta`ncies de serveis que hi
ha associades a les ma`quines. (Figura 3.20).
- Seccio´ 2: Filtres
En aquesta seccio´ podrem crear els filtres de les comandes. Podrem seleccionar entre
diverses opcions, segons el tipus de comanda que ha`gim seleccionat a la seccio´ 1. Per
cada opcio´ escollida, podrem introduir el nom o seleccionar-lo de la llista desplegable,
i seguidament afegir aquesta opcio´ al filtre actual. (Figures 3.21 i 3.22).
En tot moment es podra` eliminar una opcio´ del filtre o buidar-lo completament amb la
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Figura 3.21: Vista: Panell de comandes (Seccio´ 2).
Figura 3.22: Vista: Panell de comandes (Seccio´ 2 - Autocomplete).
icona de la paperera.
- Seccio´ 3: Comandes
L’ultima seccio´ ens permetra` triar la comanda pro`piament dita. L’usuari tindra` tres
opcions: REXEC si vol executar una comanda de sistema, SEXEC si vol executar
un script i EXEC si es tracta d’una comanda de servei. (Figura 3.23).
A l’extrem dret del panell, tindrem un conjunt d’icones que ens permetran realitzar un
seguit d’opcions sobre les comandes amb les quals operem.
- Validar filtre: Aquesta opcio´ ens retornara` informacio´ sobre les ma`quines o insta`ncies
que coincideixen amb el filtre que hem definit, per tal de poder comprovar que efecti-
vament, so´n les correctes.
Figura 3.23: Vista: Panell de comandes (Seccio´ 3).
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Figura 3.24: Vista: Validar filtre.
- Guardar comanda: Aquesta opcio´ ens permetra` guardar la comanda a la base de
dades (o actualitzar-la, si n’editavem alguna).
- Eliminar comanda: Aquesta opcio´ ens permetra` esborrar la comanda.
- Execucio´ de prova: Aquesta opcio´ ens permetrar provar que la comanda creada,
funciona i s’executa a les ma`quines o insta`ncies definides pel filtre.
- Tancar panell: Aquesta opcio´ permet tancar el panell.
3.3.3.1 Vista: Validar filtre
Aquesta vista apareix quan seleccionem la opcio´ de validar un filtre desde el panell. Sera` un
recull dels diferents recursos (ma`quines o insta`ncies) objectiu. (Figura 3.24).
3.3.4 Vista: Panell de grups
Aquest panell permet la gestio´ dels grups de comandes. E´s una vista molt similar al panell de
comandes, pero` molt me´s simple. L’usuari podra` seleccionar un grup ja existent o crear-ne
un de nou. A cada grup se l’hi pot assignar un entorn i si el grup ja conte´ comandes, podem
eliminar-les d’alla` en cas que no hagin de perta`nyer al grup. (Figura 3.25).
Aquest panell te´ un seguit d’opcions a l’extrem dret, de manera similar al panell anterior.
- Guardar grup: Aquesta opcio´ ens permetra` guardar el grup a la base de dades (o
actualitzar-lo, si n’edita`vem algun).
- Eliminar grup: Aquesta opcio´ ens permetra` esborrar el grup.
- Tancar panell: Aquesta opcio´ permet tancar el panell.
34




En aquest apartat passarem a veure en detall la implementacio´ de les diferents parts que
formen aquest projecte.
Respecte als dos mo`duls que s’han creat, veurem el segu¨ent:
- Diagrama de les taules que s’han creat a la base de dades i com es relacionen amb les
que ja tenia l’aplicacio´.
- Estructura de les taules.
- Diagrama de les classes que s’han creat i com es relacionen amb les que ja tenia l’apli-
cacio´.
- Estructura de les classes creades (atributs, funcions...)
Pel que fa el sistema de permisos, veurem tot el proce´s que s’ha seguit per fer aquest
redisseny:
- Estudi previ realitzat sobre com esta` implementat el sistema actual.
- Quins canvis s’han hagut de fer.
- Com ha afectat aixo` al sistema.
4.1 Auditoria
Dins de l’auditoria s’ha implementat un sistema per registrar els events i un mo`dul que ofereix
la possibilitat a l’usuari de consultar tot el que ha passat al sistema.
4.1.1 Sistema d’auditoria
La decisio´ me´s important en aquest sistema e´s com definirem un event, quina informacio´ ens
guardarem i com ho farem. Ha de ser informacio´ molt concreta i que ens digui exactament
tot allo` que necessitem saber.
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4.1.1.1 Diagrama de la base de dades
A continuacio´ es mostra el diagrama de la base de dades. S’ha creat una nova taula SATaudit
que es relaciona amb les taules ja existents al sistema ITSAT. (Figura 4.1).
Figura 4.1: Base de dades: Auditoria
4.1.1.2 Estructura de la taula
La taula SATaudit te´ la definicio´ segu¨ent:
- id: L’identificador d’un event dins del sistema. Ha de ser u´nic. (E´s la clau primaria)
- user id: L’identificador de l’usuari que ha produ¨ıt l’event. E´s un camp de text curt
(ma`xim 100 caracters) que fa refere`ncia a la taula dels usuaris del sistema. (E´s una
clau foranea)
- module id: L’identificador del mo`dul on s’ha produ¨ıt l’event. E´s un camp de text
curt (ma`xim 100 caracters) que fa refere`ncia a la taula dels mo`duls del sistema. (E´s
una clau foranea)
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- machine id: L’identificador de la ma`quina on s’ha produ¨ıt l’event. E´s un nu´mero que
fa refere`ncia a la taula de les ma`quines del sistema. (E´s una clau foranea)
- event date ini: E´s la data exacta en que` ha succe¨ıt l’event. Es guardara` en forma de
nu´mero representant el total de segons.
- event date end: E´s la data exacta en que` s’ha acabat l’event. E´s possible que quan
es registri un event, aquest camp no tingui un valor per defecte. Es guardara` en forma
de nu´mero representant el total de segons.
- type: E´s el tipus donat a l’event. E´s un camp de text curt (ma`xim 100 cara`cters) que
ha de contenir el nom d’un dels tipus definits al cata`leg d’events.
- extra: La informacio´ extra associada a l’event. Pot ser molt variada i es guardara en
un camp de text llarg (ma`xim 255 cara`cters).
- output: Registrarem aqu´ı les sortides d’aquells events que siguin execucions de co-
mandes o scripts. Aquesta informacio´ es guardara` en un camp de text molt llarg. No
e´s un camp obligatori.
- parent: Aquest camp indica qui e´s l’event pare, e´s a dir, si l’event actual e´s con-
sequ¨e`ncia d’algun event anterior. Per defecte els events tenen aquest camp a -1 (no
tenen pare).
4.1.1.3 Diagrama de classes
Per fer el sistema de registre d’events, nome´s s’ha creat una classe. Juntament amb la
classe creada, s’ha generat una classe DataObject per la taula SATaudit creada anteriorment.
Ambdues son definides a la figura 4.2.
4.1.1.4 Classe SATaudit
Aquesta classe s’ocupa de registrar qualsevol tipus d’event a la base de dades. Cada cop que
succeeixi un event, s’haura` d’invocar per registrar-lo correctament.
4.1.1.4.1 private idAct Es tracta de la id corresponent al event que s’ha registrat a la
base de dades.
4.1.1.4.2 public function registerEvent Aquesta funcio´ s’encarrega de rebre tota la
informacio´ i registrarla a la base de dades mitjanc¸ant el dataObject.
La informacio´ que rebrem e´s la segu¨ent:
· Date: E´s el nu´mero que representa el moment exacte en el qual s’ha produ¨ıt l’event.
· Module: Es tracta de l’identificador del mo`dul on s’ha produ¨ıt l’event.
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Figura 4.2: Diagrama de classes: Auditoria
· Machine: La ma`quina on succeeix l’event. Cal tenir en compte pero`, que s’accepten
multiples parametres: Direccio´ IP, nom de la ma`quina, o si ha transcorregut a la
ma`quina local, s’indicara amb el text local console que e´s el esta`ndard que segueix
ITSAT per indicar que es tracta del servidor local.
· Type: El tipus d’event.
· Extra: La informacio´ extra que vulguem guardar sobre le´vent.
· Parent: L’event pare. Principalment tots els events no en tindran, aix´ı que per defecte
aquesta funcio´ guarda el valor -1 a no ser que se l’hi passi expressament per para`metre
un pare concret.
· Output: La sortida. Aquesta funcio´ per defecte guardara` el valor null, a no ser que
se l’hi passi expressament per para`metre un output concret.
Amb tota aquesta informacio´, la funcio´ procedira` a registrar l’event a la base de dades.
Per fer aixo`, primer es parseja1 la informacio´ rebuda sobre la ma`quina (s’accepten diversos
formats) per obtenir l’identificador d’aquesta, seguidament la funcio´ obte´ l’usuari que hi ha
al sistema i finalment fa el registre mitjanc¸ant el dataObject.
1Veure Glossari 11.3.7.
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4.1.1.4.3 public function updateEventTime Aquesta funcio´ s’encarrega de posar la
data actual com a data de finalitzacio´ en l’event actual.
4.1.1.4.4 public function getID Aquesta funcio´ retorna la ID del event actual.
4.1.2 Mo`dul d’auditoria
Aquest mo`dul ha de gestionar totes les operacions per tractar els events que hi ha a la base
de dades i mostrar-los a l’usuari. Treballara exclusivament sobre la taula SATaudit que s’ha
creat al fer el sistema d’auditoria.
4.1.2.1 Diagrama de classes
El mo`dul segueix l’esta`ndard de ITSAT per la creacio´ de mo`duls descrita a la documentacio´
per developers que ofereix l’eina, per tant, implementara` un seguit de classes necessa`ries pel
funcionament correcte d’aquest. (Figura 4.3).
Figura 4.3: Diagrama de classes: implementacio´ interna del mo`dul AUDM
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4.1.2.2 Classe AUDMAsCtrl
Aquesta classe hereta de la classe SATAsCtrl que implementa el sistema ITSAT per la creacio´
de mo`duls. Implementara` tota la lo`gica interna del servidor, de manera que quan fem una
crida ajax al sistema2 sera` aquesta classe l’encarregada de fer totes les operacions.
4.1.2.2.1 private function getIcon Aquesta funcio´ retorna la imatge corresponent del
mo`dul que se l’hi passara` per para`metre. Si en un futur s’opta per estandarditzar el nom
dels fitxers i les imatges referents als mo`duls passen a dir-se com aquests, es podra` prescindir
de la funcio´.
4.1.2.2.2 private function getClass Aquesta funcio´ rep el tipus d’un event (acce´s,
instal·lacio´ de ma`quina, esborrar usuari...) i retorna el nom de la classe css que se li ha
d’aplicar al event. Aixo` es fa amb l’objectiu que un cop es dibuixi el timeline, cada tipus
d’event tingui un color caracter´ıstic.
4.1.2.2.3 public function generateJSON Aquesta funcio´ rep el rang de dates que
ha seleccionat l’usuari, i genera el JSON necessari per poder representar els events en el
Timeline.
4.1.2.3 Classe AUDMCtrl
Aquesta classe hereta de TabCtrl i defineix els para`metres necessaris per poder utilitzar el
plugin TabCtrl. Es definira` un array amb tota la informacio´ que es vol mostrar, tal com
s’especifica al manual del developer per l’u´s de TabCtrl.
4.1.2.3.1 public function searchEvent Aquesta funcio´ crea el filtre que s’utilitzara` en
la cerca a la base de dades que fa el plugin TabCtrl. Rebem per para`metre el rang de temps,
el tipus de cerca i el valor a cercar, de manera que es genera automa`ticament un filtre que
s’aplicara` a les cerques que fa TabCtrl.
4.1.2.4 Classe EventTabCtrl
Aquesta classe redefineix les funcionalitats del TabCtrl per implementar una versio´ d’aquest
pel mo`dul AUDM.
4.1.2.4.1 attribute lastValue E´s una variable que indica el valor de l’ultim element
tractat quan generem les diferents vistes de TabCtrl.
4.1.2.4.2 public function getFieldView Aquesta funcio´ e´s la que utilitza TabCtrl per
representar cada entrada segons el seu tipus. Rep dos valors, un identificador de l’array que
es defineix a la classe AUDMCtrl amb tota la informacio´ sobre el que es vol representar, i el
valor que hi ha en aquella posicio´.
En aquesta classe pero`, s’ha redefinit, ja que cada event pot ser de tipus diferent i aixo` pot
afectar en la informacio´ extra que mostrem.
2Veure SATajax a 10.4.
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- Events del tipus acce`s: Volem mostrar una imatge que ens redirigeixi a la log que
ha produit l’usuari dins de la ma`quina. Per fer aixo` es va comprovant el valor de la
variable lastValue cada cop que es crida la funcio´, i se li va assignant cada vegada el
valor anterior. Quan aquest valor valgui acce´s, s’actuara` en consequ¨e`ncia.
- Output d’events: Volem mostrar una imatge que ens obri un dia`leg amb l’output
que ha produit l’event, si e´s que es tracta d’un event de tipus comanda.
Al final doncs, s’ha ampliat TabCtrl per la gestio´ d’events de l’auditoria.
4.1.2.4.3 public function registerSearch Aquesta funcio´ registra un event de cerca
dins del mo`dul AUDM.
4.1.2.4.4 public function initFilter Aquesta funcio´ inicialitza el TabCtrl del mo`dul
AUDM.
4.1.2.4.5 public function eventSearch Aquesta funcio´ rep els para`metres que ha se-
leccionat l’usuari en el panell de cerca, mira el mode de cerca que hem triat (llista o timeline)
i retorna els events en funcio´ d’aixo`.
4.1.2.5 Classe AUDM
Aquesta classe hereta de SATmodule. E´s la classe principal que s’invoca quan accedim a un
mo`dul.
4.1.2.5.1 public function drawModule Aquesta funcio´ es fa servir per pintar el mo`dul.
En aquest cas, redefineix la funcio´ original per poder pintar els templates d’aquest mo`dul
amb totes les opcions que necessiten (valors a seleccionar, etc).
4.2 Sistema de permisos
El sistema de control d’acce´s, com hem vist, e´s el que controla que pot fer i que no un usuari
del sistema ITSAT. En aquest apartat veurem com funciona el sistema i tot el proce´s de
re-disseny, observant totes les estructures i els canvis que s’han hagut de fer sobre aquestes,
tant en taules de la base dades com en classes del sistema.
4.2.1 Sistema de control d’acce´s
El sistema de permisos de ITSAT esta` format per tres blocs:
- La interf´ıcie de l’usuari, que conte´ un editor on podem crear els rols i definir els per-
misos que tindran (que poden ser de dos tipus, com hem vist). (Figura 4.4).
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- Un sistema de comprovacio´ de permisos, que verifica que l’usuari te el permı´s correcte
mitjanc¸ant una funcio´ que es diu acCheck.
- Un seguit d’estructures de dades on guardem tota la informacio´.
En la figura 4.5 podem veure en detall un diagrama general d’aquest sistema, on queda
representat tot el funcionament.
Figura 4.4: Editor de rols: Panell on es poden crear rols amb permisos.
Podem observar doncs, com mitjanc¸ant la interf´ıcie del sistema ITSAT, un usuari pot fer
diverses accions que es comproven amb el sistema intern cada cop que s’executen. Aquest fa
u´s d’una cache per comprovar que efectivament, l’usuari te el permı´s habilitat.
L’estudi d’aquest sistema ha estat fonamental per entendre com funciona tot i poder veure
que cal modificar de cada bloc per fer el redisseny.
4.2.2 Tipus de permisos
ITSAT ofereix la possibilitat de definir dos tipus de permisos. Com que cal diferenciar-los,
el primer pas ha sigut donar-los un nom, aix´ı que en aquest sistema ara parlarem de:
· Permı´s absolut: Un permı´s absolut e´s aquell que un cop definit, el seu comportament
es total, per exemple, un permı´s d’instal.lar ma`quines, un cop s’estableixi, la funciona-
litat de instal.lar ma`quines sera` absoluta e´s a dir, si un usuari te el permı´s actiu, podra`
instal.lar totes les ma`quines que vulgui.
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Figura 4.5: Sistema permisos: Gra`fic general.
· Permı´s relatiu: Un permı´s relatiu e´s aquell que necessita me´s informacio´ per tal de
definir-se, aquesta informacio´ sol ser el nom d’un recurs. Per exemple, en un permı´s
de connexio´, haurem de definir ma`quines concretes per denegar a l’usuari la connexio´
a aquestes.
Dins del grup de permisos relatius, el sistema ofereix la possibilitat de triar entorns o
ma`quines.
4.2.3 Editor de rols
Aquest editor permet assignar a un rol els diferents permisos dels que disposa el sistema,
separats per mo`duls. Si ens fixem en el panell (Figura 4.4) que hem vist anteriorment, a
l’extrem esquerre es defineixen els diferents permisos absoluts i a l’extrem dret, els relatius.
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Cada permı´s pot ser positiu o negatiu (si o no), un permı´s positiu permet a l’usuari fer
aquella accio´ que defineix aquest, en canvi, si es negatiu l’hi denega la possibilitat.
El fet de poder fer aixo`, es fa per optimitzar entrades a la base de dades. Suposem que
volem que un usuari tingui acce´s a 9 ma`quines, de les 10 que hi ha al sistema. La prime-
ra opcio´ seria donar un permı´s positiu del tipus relatiu per cada ma`quina, de manera que
tindr´ıem 9 permisos. En canvi, amb aquest sistema podem definir un permı´s positiu que
ens permeti connectar-nos a totes les ma`quines, i seguidament un altre de negatiu, que ens
denegui l’acce´s a la que no volem. Tot aixo` nome´s amb dues entrades, a difere`ncia del cas
anterior que en serien 9.
Els permisos els crea el desenvolupador, ja que e´s qui sap quins permisos faran falta en el
sistema, i es defineixen per mo`dul, de manera que diferents mo`duls tindran diferents permisos
per triar.
4.2.4 Sistema de comprovacio´ de permisos
Per tal de comprovar que un permı´s esta disponible, disposem de la funcio´ acCheck. Aquesta
funcio´ te´ com a para`metres, el nom del mo`dul, l’identificador del permı´s, i un filtre (en cas
que el permı´s sigui del tipus relatiu).
De manera que si volem comprovar que l’usuari pot instal.lar ma`quines, farem la crida
segu¨ent:
acCheck(mngm,install machine)
4.2.4.1 Diagrama de classes
A continuacio´ es mostra el diagrama de les classes que intervenen en aquest sistema de
permisos. Es mostren les operacions me´s rellevants. (Figura 4.6).
4.2.4.2 Estructura de les classes
La classe principal que s’utilitza e´s CoreAC. Aquesta classe hereta d’una classe anomenada
FileCache que implementa ITSAT per l’u´s de caches (que veurem me´s endavant).
4.2.4.2.1 private treeACL Aquesta variable conte´ un array amb tots els permisos re-
latius. Els emmagatzema temporalment abans de passar-los a l’array principal de la classe.
(Figura 4.7).
4.2.4.2.2 private plist Aquesta variable conte´ un array amb tots els permisos que te
l’usuari.
4.2.4.2.3 public function acCheck E´s la funcio´ principal del sistema. Rebrem per
para`metre el mo`dul, el nom del permı´s i un filtre (si es tracta d’un permis relatiu). La funcio´
buscara` a les estructures de dades del sistema si existeix el permı´s corresponent i retornara`
si o no, segons el cas.
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Figura 4.6: Sistema permisos: Diagrama de classes (abans del canvi).
4.2.4.2.4 private function cachePerms Aquesta funcio´ agafa els permisos de la BD
i els guarda en una memo`ria cache que utilitza el sistema. E´s la funcio´ que transmet la
informacio´ entre les dues estructures de dades. Guarda els permisos segons si so´n relatius o
absoluts.
46
Figura 4.7: Sistema permisos: Estructura variable treeACL.
4.2.4.2.5 private function checkCached Aquesta funcio´ retorna la cache (i en cas que
no existeixi, la crea).
4.2.4.2.6 private function cacheTree Aquesta funcio´ llegeix els permisos relatius i els
guarda en l’estructura treeACL.
4.2.4.2.7 private function mergePermissions Aquesta funcio´ agafa la variable tree-
ACL que conte´ els permisos relatius, i extreu els permisos que realment podra` utilitzar l’usuari
(eliminant de l’array els permisos negatius, i aquells positius que s’eliminen en consequ¨e`ncia
dels primers).
Amb aquestes funcions sera` amb les que treballarem durant tot aquest proce´s de redisseny.
4.2.5 Estructures del sistema
Per tal de poder representar els permisos, disposem de les segu¨ents estructures.
4.2.5.1 Estructura de la taula
4.2.5.1.1 Diagrama BD ITSAT te´ un seguit de taules per gestionar els permisos.
4.2.5.1.2 SATroles Aquesta taula conte´ tots els rols del sistema.
- rolid: L’identificador d’un rol dins del sistema. Ha de ser u´nic. (E´s la clau primaria)
- rollabel: El nom del rol. E´s un camp de text llarg (ma`xim 255 cara`cters).
- roldesc: La descripcio´ del rol. E´s un camp de text llarg (ma`xim 255 cara`cters).
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Figura 4.8: Sistema permisos: Diagrama BD (abans del canvi).
- rolenable: E´s un nu´mero que fa refere`ncia a la disponibilitat del rol. Si es pot utilitzar
o no.
4.2.5.1.3 SATsubroles Aquesta taula conte´ les associacions rol - usuari de tot el sistema.
- srrolid: L’identificador d’un rol dins del sistema. (E´s una clau forana). Fa refere`ncia
a la taula dels rols.
- srsubject: L’usuari que te´ el rol assignat.
- srsubtype: El tipus de subrol. No s’utilitza de moment. (Pensat per futurs grups
d’usuaris).
- sractive: E´s un nu´mero que fa refere`ncia a si el rol assignat esta` actiu o no.
4.2.5.1.4 SATpermissions Aquesta taula conte´ tota la informacio´ dels permisos del
sistema.
- permid: L’identificador d’un permı´s dins del sistema. Ha de ser u´nic. (E´s la clau
primaria)
- modid: L’identificador del mo`dul dins del sistema.
- ptype: Camp que fa refere`ncia al tipus del permı´s. Conte´ BOOL o TREE en funcio´
del que hi hagi com a filtre. E´s un camp de text llarg (ma`xim 255 cara`cters).
- filter: E´s el filtre que fa servir el permı´s. No s’utilitza.
- label: Text explicatiu del permı´s. E´s un camp de text llarg (ma`xim 255 cara`cters).
- description: Descripcio´ del permı´s. E´s un camp de text molt llarg (tipus TEXT).
- active: E´s un nu´mero que fa refere`ncia a si el permı´s esta` actiu o no.
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4.2.5.1.5 SATroleperm Aquesta taula conte´ la informacio´ dels permisos que te´ assignats
cada rol.
- rolid: L’identificador d’un rol dins del sistema. (E´s una clau forana). Fa refere`ncia a
la taula dels rols.
- permid: L’identificador d’un permı´s dins del sistema. (E´s una clau forana). Fa
refere`ncia a la taula dels permisos.
- modid: L’identificador del mo`dul dins del sistema. (E´s una clau forana). Fa refere`ncia
a la taula dels mo`duls.
- rpgranted: Camp que ens indica si el permı´s es positiu o negatiu. (YES / NO)
- rpfilterid: E´s el filtre que fa servir el permı´s. Conte´ un identificador si es tracta d’un
entorn o un nom si e´s el nom de la ma`quina.
- rpdesc: Descripcio´ del permı´s. E´s un camp de text molt llarg (tipus TEXT).
- rpactive: E´s un nu´mero que fa refere`ncia a si el permı´s esta` actiu o no.
4.2.5.2 Cache
Les estructures de ITSAT pels recursos actuals de ma`quina i entorn s’emmagatzemen en
forma d’arbre (cada entorn pot tenir subentorns). Degut aixo`, una comprovacio´ basada en
la BD comportaria moltes sente`ncies SQL, ja que per accedir a l’entorn d’una ma`quina es
possible que hagim de reco´rrer molts entorns pare. Donat que executar tantes sente`ncies
SQL recursives al servidor e´s poc o`ptim, s’opta per un sistema de caches, en aquest cas, una
cache de permisos. Nome´s es guarda en cache els recursos Entorn i ma`quina, donat que so´n
els u´nics que considerem per definir un permı´s.
Aquesta cache es regenera cada vegada que hi ha un canvi en el sistema ITSAT que afecta
al control d’acce´s i sempre conte´ u´nicament els permisos positius de l’usuari (allo` que pot
fer). A la figura 4.9 podem veure el proce´s que es segueix per guardar la informacio´.
4.2.6 Problemes detectats en el sistema
Tot el proce´s d’aquest sistema, permet que sigui acumulatiu 3 i per tant, que hi hagi la
possibilitat de crear un rol que nome´s disposi de permisos negatius per superposar-lo amb un
altre i afegir-hi restriccions. Durant aquest primer estudi de tot el funcionament hem detectat
que aixo` nome´s e´s do´na en els permisos relatius, i per tant, durant l’etapa de redisseny cal
arreglar-ho.
3Els permisos negatius resten dels positius.
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Figura 4.9: Sistema permisos: Proce´s de cache.
4.2.7 Evolucio´ en el sistema de control d’acce´s
4.2.7.1 Canvis en les estructures de dades
En primer lloc, s’ha decidit introduir modificacions a les taules i a l’u´s que es dona a aquestes.
La idea e´s aprofitar el ma`xim l’estructura de les taules per no fer grans modificacions que
impliquin una reestructuracio´ me´s gran de la necessa`ria. Com podem veure a la figura 4.10,
e´s un diagrama molt similar, amb un parell de canvis.
- SATroleperm - type Aquesta taula perd el camp rpdesc que no s’utilitzava per res
i es transforma en el camp type. Aquest camp guardara` el tipus del permı´s relatiu
associat (ma`quina, entorn, servei o instancia).
- SATroleperm - rpfilterid Aquest camp conte´ la id del recurs al que fa refere`ncia
el permı´s, ja no es distingeix per ser una string o un nu´mero, sino que passa a ser un
identificador nume`ric del recurs (en el cas de les ma`quines e´s mante´ el nom, pero` per
temes de funcionament de ITSAT).
- SATpermissions - ptype Aquest camp s’ha adaptat a la nova nomenclatura. Con-
tindra` ABSOLUTE o RELATIVE en funcio´ del permis.
- SATpermissions - filter Aquest camp passara` a tenir el valor en funcio´ del context
del permı´s. Si e´s absolut, valdra` NONE. Si e´s relatiu, el valor indicara` la parella de
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recursos que volem mostrar a l’editor: EM en cas que parlem d’entorns/ma`quina (com
feia servir ITSAT fins ara) i SI en cas que parlem de serveis/insta`ncies.
En la figura 4.11 i 4.12 veurem exemples d’entrades de la BD amb aquestes modificacions,
per tal de que` es vegi me´s clar el format de la informacio´.
Figura 4.10: Sistema permisos: Estructura nova de les taules.
Figura 4.11: Sistema permisos: Exemple de dades en les noves taules (taula SATroleperm)
El segu¨ent pas dins de les estructures de dades ha sigut respecte a la cache. Aquesta
cache representa un punt delicat, doncs tot el sistema es basa en la correcta informacio´
d’aquesta, i qualsevol canvi sobre dita estructura podria provocar problemes (tant de codi
com de funcionament). En aquest cas, s’ha optat per seguir utilitzant el mateix format de
dades que hi havia, aplicant u´nicament un canvi.
Actualment la cache guarda la segu¨ent informacio´ en un array:
- Nom del mo`dul
- Nom del permı´s
- Permı´s adjudicat (yes o no)
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Figura 4.12: Sistema permisos: Exemple de dades en les noves taules (taula SATPermissions)
- Identificador del filtre.





Fent l’estudi pero`, hem vist (com ja hem dit anteriorment) que a la cache sempre es guar-
den els permisos positius (tot allo` que pot fer l’usuari), per tant podem eliminar l’entrada
referent al permı´s adjudicat, doncs sempre valdra` YES i per tant, e´s informacio´ no necessa`ria
que podem treure (i aix´ı, estalviar espai al disc).
4.2.7.2 Canvis el sistema de comprovacio´
Un cop tenim unes estructures me´s robustes i amb me´s informacio´, toca modificar el sistema
intern de comprovacio´ (concretament es tracta de la classe CoreAC). En primer lloc, cal
arreglar el problema detectat anteriorment, en el que es va veure que els permisos absoluts
no so´n acumulatius. La idea ba`sica e´s alterar el flux de cachejar permisos, de manera que
TOTS els permisos passin per l’estructura auxiliar treeACL. (Figura 4.13).
Aixo` ho hem aconseguit creant una nova funcio´, cacheAbsolute, que envia els permi-
sos relatius a l’estructura auxiliar treeACL de manera que finalment, s’obtinguin u´nicament
aquells permisos que realment te´ l’usuari.
Posteriorment tambe´ s’ha modificat el nom de la funcio´ cacheTree per cacheRelative,
de manera que tenim els noms en funcio´ de la nova nomenclatura de permisos.
Tambe´ s’han creat subfuncions (cacheService, cacheInstance...) per tal de guardar cada
recurs de manera correcta. Per exemple, si e´s una insta`ncia, enviem a l’array auxiliar la ins-
tancia, en canvi, si e´s un servei, enviem totes les insta`ncies d’aquell servei. Tot aixo` seguint
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Figura 4.13: Sistema permisos: Proce´s nou de cache.
la idea original que proposava CoreAC.
El diagrama de classes del sistema de comprovacio´ interna final e´s el segu¨ent.
4.2.7.3 Canvis en l’editor de rols
En aquest cas, ha calgut modificar els scripts que generaven la vista amb tots els seus com-
ponents. Cal mirar quin tipus de permı´s es vol pintar, i en cas que sigui relatiu, mirem la
parella de recursos a mostrar (EM o SI com hav´ıem definit abans) i per cada recurs (Servei,
ma`quina...) mostrem tot l’inventari que hi ha a la base de dades.
Gra`cies a aixo`, podrem visualitzar els permisos de serveis i insta`ncies d’igual manera que
fem amb els d’entorns i ma`quines.
4.2.7.4 Definicio´ de permisos
I l’u´ltim retoc a fer, e´s la definicio´ de permisos als fitxers d’inicialitzacio´ de cada mo`dul.
- Permı´s absolut: Es definira` de la segu¨ent manera:
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Figura 4.14: Sistema permisos: Proce´s nou de cache.
Abans del canvi:
”view,SEE COMMANDS,BOOL,NONE,Allows viewing a list of commands”
Despres del canvi:
”view,SEE COMMANDS,ABSOLUTE,NONE,Allows viewing a list of commands”
- Permı´s relatiu sobre ma`quines i entorns: Es definira` de la segu¨ent manera:
Abans del canvi:
”operate-env,SEE MACHINES,BOOL,TREE,Allows visualization of machines and en-
vironments”
Despre`s del canvi:
”operate-env,SEE MACHINES,RELATIVE,EM,Allows visualization of machines and
environments”
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u¨se-service,USE OF SERVICES,RELATIVE,SI,Allows usage of one or multiple servi-
ces”
Podem veure que la manera com es defineixen e´s molt me´s intu¨ıtiva actualment.
4.3 Mo`dul d’operacions ba`siques
Aquest mo`dul ha d’implementar tota la gestio´ de comandes (execucions, histo`ric... ) aix´ı com
la persiste`ncia d’aquestes dins del sistema. E´s un mo`dul bastant me´s complex que l’anterior.
Per tota la implementacio´ i per diferenciar les comandes programades de les de servei,
s’ha creat la nomenclatura SATcommand, que fa refere`ncia a aquestes comandes creades per
l’usuari que consten d’un filtre associat.
4.3.0.5 Diagrama de la base de dades
Per aquest mo`dul, s’han creat tres taules completament noves al sistema, mostrades a la
figura 4.15.
4.3.0.6 Estructura de les taules
4.3.0.6.1 Taula SATfltcmd: Aquesta taula emmagatzema tota la informacio´ d’una
SATcommand: nom, tipus, filtre... i sera` la taula a consultar per veure exactament que fa
la SATcommand (comanda) i a on ho fa (filtre). Aquesta taula fa servir els prefixos (bf) a
cada camp per indicar que tractem comandes amb filtre (bopm filter).
- bf id: L’identificador d’una SATcommand dins del sistema. Ha de ser u´nic. (E´s la
clau primaria)
- bf name: El nom de la SATcommand. E´s un camp de text curt (ma`xim 100 cara`cters)
i un mateix usuari no podra` crear SATcommands amb el mateix nom. (E´s clau u´nica
en combinacio´ amb el para`metre bf userid.)
- bf userid: L’identificador de l’usuari que ha creat la SATcommand. E´s un camp de
text curt (ma`xim 100 cara`cters). (E´s clau u´nica en combinacio´ amb el para`metre bf
name)
- bf type: El tipus de la SATcommand. Pot ser machine o service, en funcio´ de si
actuara` sobre ma`quines o insta`ncies. E´s un camp de text curt (ma`xim 100 cara`cters).
- bf machine E´s el nom de les ma`quines del filtre. Pot ser una ma`quina o va`ries
separades per coma. E´s un camp de tipus TEXT.
- bf we E´s el conjunt d’identificadors dels entorns del filtre. Pot ser un entorn o varis,
separats per coma. E´s un camp de tipus TEXT.
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Figura 4.15: Base de dades: Mo`dul d’operacions ba`siques.
- bf prod E´s el nom dels entorns de produccio´ del filtre. Pot ser un entorn o varis,
separats per coma. E´s un camp de tipus TEXT.
- bf os E´s el nom dels sistemes operatius del filtre. Pot ser un sistema o varis, separats
per coma. E´s un camp de tipus TEXT.
- bf ser E´s el conjunt d’identificadors dels serveis del filtre. Pot ser un servei o varis,
separats per coma. E´s un camp de tipus TEXT.
- bf inst E´s el conjunt d’identificadors de les insta`ncies del filtre. Pot ser una instancia
o va`ries, separades per coma. E´s un camp de tipus TEXT.
- bf ctype E´s el tipus de la comanda de la SATcommand. Pot ser REXEC, SEXEC
o EXEC, en funcio´ del que executi (comandes, scripts o serveis). E´s un camp de text
llarg (ma`xim 255 cara`cters).
- bf clabel E´s la comanda de la SATcommand. Pot ser la comanda en si o el path d’un
script, en funcio´ del que executi. E´s un camp de text llarg (ma`xim 255 cara`cters).
- bf gwe: El grup de comandes al que pertany. E´s clau forana i fa refere`ncia a la taula
de grups de comandes que s’ha creat per aquest mo`dul.
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4.3.0.6.2 Taula SATgrpcmd: Aquesta taula emmagatzema tota la informacio´ d’un
grup de comandes. E´s una taula molt ba`sica i fa servir els prefixos (bg) a cada camp per
indicar que tractem grups de comandes (bopm group).
- bg id: L’identificador d’un grup de comandes dins del sistema. Ha de ser u´nic. (E´s la
clau primaria)
- bg name: El nom del grup. E´s un camp de text curt (ma`xim 100 cara`cters).
- bg we: L’identificador de l’entorn al qual anira` associat el grup de comandes.
4.3.0.6.3 Taula SATcomevent: Aquesta taula te´ la finalitat d’associar informacio´ a
cada comanda executada. S’utilitza per l’histo`ric i fa servir els prefixos (ce) a cada camp per
indicar que tractem associacions de comandes i events (command-event).
- ce cid: L’identificador de la comanda. Pot ser tant un identificador de SATcommand
com d’una insta`ncia.
- ce eid: L’identificador de l’event que ha produ¨ıt la comanda al executar-se. E´s clau
forana i fa refere`ncia a la taula SATaudit que s’ha creat pel sistema d’auditoria.
- ce label: El nom de la comanda de servei executada (en cas que sigui una instancia).
- ce cexec: El resultat de l’execucio´. Pot valdre 0 si ha sigut correcta, o 1 si s’ha
cancel·lat.
- ce pid: El pid del proce´s que esta` executant la comanda actualment.
La finalitat d’aquesta u´ltima taula s’explicara` me´s en detall quan parlem de la funcio´ de
visualitzar l’histo`ric.
4.3.0.7 Diagrama de les classes
El mo`dul segueix l’esta`ndard de ITSAT per la creacio´ de mo`duls descrita a la documentacio´
per developers que ofereix l’eina, per tant, implementara` un seguit de classes necessa`ries pel
funcionament correcte d’aquest. Addicionalment tambe´ s’han creat un seguit de classes, un
parell per controlar les execucions de comandes via web amb la llibreria php-fpm i una per
la gestio´ de serveis de ITSAT. (Figura 4.16).
4.3.0.8 Classe BOPMAsCtrl
Aquesta classe hereta de la classe SATAsCtrl que implementa el sistema ITSAT per la creacio´
de mo`duls. Implementara` tota la lo`gica interna del servidor, de manera que quan fem una
crida ajax al sistema4 sera` aquesta classe l’encarregada de fer totes les operacions.
Totes les funcions realitzen els controls d’acces corresponents.
4Veure SATajax a 10.4.
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Figura 4.16: BOPM: Diagrama de classes.
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4.3.0.8.1 public function deleteSATcommand Aquesta funcio´ esborrara` la SATcom-
mand corresponent a la id que rebem del client. Addicionalment registrara` aquest event.
4.3.0.8.2 public function saveSATcommand Aquesta funcio´ inserta o actualitza una
SATcommand a la base de dades. Addicionalment registrara` aquest event.
4.3.0.8.3 public function loadSATcommand Aquesta funcio´ agafa la SATcommand
corresponent a la id que rebem del client i retorna tota la informacio´ associada d’aquesta.
4.3.0.8.4 public function validateFilter Aquesta funcio´ agafa tota la informacio´ rebu-
da del client sobre el filtre que ha creat i ho transforma en una estructura de filtre reconeguda
per ITSAT. Seguidament valida aquest filtre i retorna el conjunt de recursos que compleixen
les condicions.
4.3.0.8.5 public function deleteGroup Aquesta funcio´ esborrara el grup de comandes
corresponent a la id que rebem del client. Addicionalment registrara` aquest event.
4.3.0.8.6 public function saveGroup Aquesta funcio´ inserta o actualitza un grup de
comandes a la base de dades. Addicionalment registrara` aquest event.
4.3.0.8.7 public function loadGroup Aquesta funcio´ agafa el grup de comandes cor-
responent a la id que rebem del client i retorna tota la informacio´ associada d’aquest.
4.3.0.8.8 public function adminCommand Aquesta funcio´ executa una SATcom-
mand des del panell, a partir de la informacio´ que rep.
4.3.0.8.9 public function removeComGroup Aquesta funcio´ esborra una comanda
del grup de comandes (desfa` l’associacio´).
4.3.0.8.10 public function pinit Aquesta funcio´ inicialitza tots els components del
mo`dul.
4.3.0.8.11 public function getSICom Aquesta funcio´ retorna totes les comandes cor-
responents al filtre donat per un servei o instancia.
4.3.0.8.12 public function adminCommandById Aquesta funcio´ executa una co-
manda desde el mo`dul (pot ser de servei o programada) a partir de la id que rebem del
client.
4.3.0.8.13 public function executeCommand Aquesta funcio´ rep per parametre la
id d’una comanda i el filtre (on el filtre sera` -1 si es tracta d’una comanda que executem
desde el mo`dul i en cas contrari, un filtre codificat) i l’executa en background.
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4.3.0.8.14 public function executeService Aquesta funcio´ rep per para`metre la id
d’una insta`ncia i el nom de la comanda i executa la comanda de servei en background.
4.3.0.8.15 public function viewHistoric Aquesta funcio´ ens mostra tot l’histo`ric de
la comanda corresponent a la id que rebem del client. En cas de tractar-se d’una comanda
de servei, caldra proporcionarli el label de la comanda.
4.3.0.8.16 private function attachComFilter Aquesta funcio´ ens crea un filtre per
visualitzar les comandes programades que hi ha en el recurs triat.
4.3.0.8.17 private function attachSysFilter Aquesta funcio´ ens crea un filtre per
visualitzar les comandes de servei que hi ha en el recurs triat.
4.3.0.8.18 public function chtab Aquesta funcio´ gestiona tot el funcionament del
plugin TabCtrl dins del mo`dul per tal de visualitzar ambdo´s tipus de comandes.
4.3.0.9 Classe BOPMCtrl
Aquesta classe hereta de BOPMTabCtrl, que e´s una implementacio´ pro`pia del plugin TabCtrl
i defineix els para`metres necessaris per poder utilitzar-lo. Es definira` un array amb tota la
informacio´ que es vol mostrar, tal com s’especifica al manual del developer per l’u´s de TabCtrl.
E´s l’adaptacio´ de TabCtrl per mostrar comandes de servei.
4.3.0.9.1 public function attachClassJS Aquesta funcio´ e´s la redefinicio´ de la pro-
porcionada per la classe pare i serveix per incloure dins del plugin TabCtrl el javascript que
vulguem associar a aquest.
4.3.0.9.2 public function concatFilter Aquesta funcio´ rep un filtre i el concatena al
que ja ten´ıem definit. Serveix per concatenar diverses condicions dins del propi filtre que
proporciona TabCtrl.
4.3.0.10 Classe BOPMCmdCtrl
Aquesta classe hereta de TabCtrl i defineix els para`metres necessaris per poder utilitzar el
plugin TabCtrl. Es definira` un array amb tota la informacio´ que es vol mostrar, tal com
s’especifica al manual del developer per l’u´s de TabCtrl. E´s l’adaptacio´ de TabCtrl per
mostrar SATcommands.
4.3.0.10.1 public function attachClassJS Aquesta funcio´ e´s la redefinicio´ de la pro-
porcionada per la classe pare i serveix per incloure dins del plugin TabCtrl el javascript que
vulguem associar a aquest.
4.3.0.10.2 public function concatFilter Aquesta funcio´ rep un filtre i el concatena al
que ja ten´ıem definit. Serveix per concatenar diverses condicions dins del propi filtre que
proporciona TabCtrl.
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4.3.0.10.3 public function getFieldView Aquesta funcio´ e´s la que utilitza TabCtrl per
representar cada entrada segons el seu tipus. Rep dos valors, un identificador de l’array que
es defineix a la classe BopmCmdCtrl amb tota la informacio´ sobre el que es vol representar,
i el valor que hi ha en aquella posicio´.
En aquesta classe pero`, s’ha redefinit, ja que volem mostrar informacio´ addicional:
- Informacio´ sobre els recursos on s’executara` la comanda, que ve´nen donats pel filtre.
4.3.0.11 Classe BOPMTabCtrl
Aquesta classe redefineix les funcionalitats del TabCtrl per implementar una versio´ d’aquest
pel mo`dul BOPM. El motiu de voler redefinir TabCtrl e´s que per mostrar les comandes
de servei, necessitem les comandes que habilita cada insta`ncia (i poden haver comandes
repetides). TabCtrl esta` pensat per mostrar dades u´niques i com que en aquest cas, ens
sortim del que permet oferir, cal reimplementar.
4.3.0.11.1 public function getFieldView Aquesta funcio´ e´s la que utilitza TabCtrl
per representar cada entrada segons el seu tipus. Rep dos valors, un identificador de l’array
que es defineix a la classe BopmCtrl amb tota la informacio´ sobre el que es vol representar,
i el valor que hi ha en aquella posicio´.
En aquesta classe pero`, s’ha redefinit, ja que volem mostrar informacio´ addicional:
- Per cada identificador d’un servei, volem mostrar-ne el nom
4.3.0.11.2 public function drawList Aquesta funcio´ e´s la que generalment, fa una
crida a la base de dades, recull els resultats i retorna un array per poder representar en una
taula tota aquesta informacio´.
En aquest cas pero`, el que volem e´s agafar totes les insta`ncies i per cadascuna, mostrar les
comandes que habilita el servei associat. De manera que aquesta funcio´ implementara` d’una
manera alternativa, la generacio´ de l’array per representar la informacio´.
4.3.0.12 Classe BOPM
Aquesta classe hereta de SATmodule. E´s la classe principal que s’invoca quan accedim a un
mo`dul.
4.3.0.12.1 private mctxt Aquesta variable representa el mo`dul que utilitza per defecte
la classe per comprovar els permisos. Per defecte e´s BOPM.
4.3.0.12.2 private pctxt Aquesta variable representa el permı´s que utilitza per defecte
la classe per comprovar els permisos. Per defecte e´s use-service.
4.3.0.12.3 public function drawModule Aquesta funcio´ es fa servir per pintar el
mo`dul. En aquest cas, redefineix la funcio´ original per poder pintar els templates d’aquest
mo`dul amb totes les opcions que necessiten (valors a seleccionar, etc).
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4.3.0.13 Classe SATServices
L’objectiu de la classe e´s poder treballar amb serveis i insta`ncies de manera simple, mitjanc¸ant
diverses funcions que ho facilitin.
4.3.0.13.1 public function getServiceName Aquesta funcio´ rep per parametre la id
d’un servei i retorna el nom del qual correspon a aquell identificador.
4.3.0.13.2 public function serviceCheck Aquesta funcio´ rep per parametre la id d’un
servei i comprova que tinguem permı´s per utilitzar-lo.
4.3.0.13.3 public function setContext Aquesta funcio´ estableix les variables que s’u-
tilitzen per comprovar els permisos sobre serveis. Rep per para`metre el nom del mo`dul i el
nom del permı´s.
4.3.0.13.4 public function getInstance Aquesta funcio´ rep per para`metre la id d’una
insta`ncia i retorna l’objecte corresponent.
4.3.0.13.5 public function getMachineInstance Aquesta funcio´ rep per para`metre
l’identificador d’una ma`quina i retorna totes les insta`ncies d’aquesta.
4.3.0.13.6 public function getMachineService Aquesta funcio´ rep per para`metre l’i-
dentificador d’una ma`quina i retorna tots els serveis associats a aquesta mitjanc¸ant insta`ncies.
4.3.0.13.7 public function getMachineServiceInstance Aquesta funcio´ rep per para`metre
l’identificador d’una ma`quina i l’identificador d’un servei, i retorna totes les insta`ncies que
te´ una ma`quina per un servei determinat.
4.3.0.13.8 public function getServiceArray Aquesta funcio´ retorna el conjunt de
serveis disponibles al sistema.
4.3.0.13.9 public function executeCommandNew Aquesta funcio´ rep per para`metre
les dades d’una comanda: id de la comanda, filtre (-1 si es tracta d’una comanda ja existent)
i comanda (-1 si es tracta d’una comanda ja existent). Amb aquestes dades, fa una peticio´ en
mode PHP-FPM i transmet tota la informacio´ per poder executar la comanda en background.
4.3.0.13.10 public function executeServiceNew Aquesta funcio´ rep per parametre
les dades d’una comanda de servei: id de la insta`ncia i nom de la comanda a executar. Amb
aquestes dades, fa una peticio´ en mode PHP-FPM i transmet tota la informacio´ per poder
executar la comanda en background.
4.3.0.14 Classe SATHTTPClient
Aquesta classe ha sigut creada amb l’objectiu de fer peticions curl al propi apache. Aquestes
peticions so´n en mode PHP-FPM.
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4.3.0.14.1 private url Aquesta variable e´s la url on es fa la peticio´ curl.
4.3.0.14.2 private postArray Aquesta variable conte´ tota la informacio´ que transferi-
rem en la peticio´, dins d’un array.
4.3.0.14.3 public function init Aquesta funcio´ inicialitza la classe amb tota la infor-
macio´ necessa`ria per fer la peticio´. Rep per para`metre les dades de la peticio´ dins d’un array,
i genera el seu propi array que guarda a la variable postArray. Si no s’especifica la id de
l’usuari que fa la peticio´, es guarda automa`ticament.
4.3.0.14.4 public function setUrl Aquesta funcio´ estableix la url on es faran les peti-
cions, que es guarda a la variable url.
4.3.0.14.5 public function exec Aquesta funcio´ realitza la peticio´ curl al propi apache
utilitzant un certificat fent servir la url i dades que hem establert.
4.3.0.15 Classe rexec-service
La classe rexec-service va ser creada amb el motiu de poder fer execucions en background.
Aquesta classe executa la comanda segons les dades rebudes:
- ID de la comanda a executar (execucions desde el mo`dul).
- Parametres complets: filtre, comanda, etc... (execucions desde el panell d’administra-
dor).
A difere`ncia de les altres classes, aquesta classe s’executara sempre en segon pla (back-
ground) i en mode PHP-FPM.
4.3.0.16 Implementacio´: Execucio´ de comandes en background
Un cop vistes les mu´ltiples classes del mo`dul, es passara` a veure el funcionament de les
execucions en detall. La idea principal per aquesta tasca, e´s utilitzar la llibreria PHP-FPM,
que proporciona php, per poder emprar dos funcionalitats necessaries:
- Background: La llibreria permet realitzar execucions en background, e´s a dir, podrem
deixar una classe executant-se en segon pla.
- Usuaris: Aquesta llibreria permet fer pools d’usuaris dins del mateix apache, de ma-
nera que les classes associades en un d’aquests pools s’executaran amb un usuari o un
altre, en funcio´ de com ho definim.
Aquestes funcionalitats so´n necessa`ries si volem executar comandes desde la web.
Els diferents arxius web del sistema ITSAT so´n servits per un apache, que els executa
amb l’usuari itsat. En canvi, per tota la gestio´ de les connexions usuari - ma`quina desde
terminal, s’utilitza l’usuari rcpadm. Aixo` inclou les claus per autentificar se a les ma`quines
via SSH, on nome´s aquest u´ltim usuari te permı´s per utilitzar-les.
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Figura 4.17: Diagrama de flux d’una execucio´ web.
Ens trobem doncs, que per execucions de terminal, podem accedir a les diverses ma`quines
de manera no-interactiva sense cap problema, pero` quan ho volem fer desde la web, al ser
l’usuari itsat i no rcpadm, no tenim permı´s per fer-ho. La solucio´ a la que s’ha arribat,
e´s utilitzar aquesta llibreria, i crear un pool anomenat rexec, que s’utilitzara` amb l’usuari
rcpadm. Aleshores nome´s cal associar una classe al pool i realitzar les execucions a ma`quines
desde alla.
Per altra banda, el fet de voler deixar processos en background, ve donat per la necessitat
d’anar transmetent informacio´ al client a mida que avancen les execucions a cada ma`quina
/ insta`ncia, ja que proporciona un feedback en temps real i en tot moment es pot veure que
s’executa.
A continuacio´ es mostra el flux d’execucio´ d’una comanda desde la web. (Figura 4.17).
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Figura 4.18: Diagrama de sequ¨e`ncia d’una execucio´ web.
Un cop solucionat el problema dels usuaris, queda veure com transmetrem la informacio´
en temps real cap a l’usuari. El me`tode que s’ha utilitzat e´s el segu¨ent:
1 Generarem un fitxer temporal amb el PID del proce´s actual.
2 Executarem la comanda a tots els recursos en background.
3 A mida que es realitzi l’execucio´, s’escriura` la informacio´ al fitxer temporal.
4 Paral.lament des del client web, anirem llegint les dades d’aquest fitxer i les mostrarem
per pantalla.
Podem veure aquest me`tode representat en el segu¨ent diagrama de sequ¨e`ncia. (Figura
4.18).
Per gestionar l’intercanvi d’informacio´, ho farem de la segu¨ent manera:
- Client: Enviara` l’identificador del fitxer i el punter de lectura on ha de comenc¸ar a
llegir.
El format de la informacio´ que envia el client e´s el segu¨ent:
{id: ı¨dentificador fitxer”, pointer: ”punter del fitxer”}
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Figura 4.19: Resultat d’execucio´ que visualitzara el client.
- Servidor: Enviara` el que ha llegit del fitxer, el percentatge d’execucio´ (indicat amb
nombres 0,30,100...) i el punter on s’ha quedat.
El format de la informacio´ que envia el client e´s el segu¨ent:
{data: ”dades llegides”, percent: ”percentatge de l’execucio´”, pointer: ”punter del
fitxer”}
Un exemple podria ser el segu¨ent (capturat en una execucio´ real):
- Client: {id: ”admin-2156-13838441681728699524”, pointer: ”0”}
- Servidor: {data: ””=========================================================¡br¿
srvitsat (192.168.196.134) =¡br¿========================================
==========¡br¿total 0¡br¿-rw-r–r– 1 admin itsatusr 18011 Sep 2 19:52 LICENCE.TXT¡br¿-
rwxrwxrwx 1 admin itsatusr 0 Sep 2 19:45 a¡br¿-rwxrwxrwx 1 admin itsatusr 0 Sep 2
19:51 a.txt¡br¿-rwxrwxrwx 1 admin itsatusr 0 Sep 2 19:45 b¡br¿ -rwxrwxrwx 1 admin it-
satusr 0 Sep 2 19:51 b.txt¡br¿rwxrwxrwx 1 admin itsatusr 0 Sep 2 19:45 c¡br¿wxrwxrwx
1 admin itsatusr 0 Sep 2 19:51 c.txt¡br¿¡br¿”,percent: ”100”, pointer: ”539”}
El client visualitzara` el que veiem a la figura 4.19.
4.3.0.17 Implementacio´: histo`ric
El tema de l’histo`ric e´s me´s complex del que pot semblar. El que volem e´s guardar informa-
cio´ sobre les diverses execucions de totes les comandes que tenim al sistema. En aquest cas
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pero`, tenim dos tipus de comandes (les de servei i les programades) que so´n representades de
maneres totalment diferents.
El primer problema a solucionar e´s on guardar la informacio´ que genera cada comanda.
Com hem pogut veure abans, amb el sistema d’auditoria cada event que representi una
execucio´ guardara` la informacio´ de la sortida d’aquesta. Aleshores aquesta informacio´ en
el fons, ja la tenim, nome´s hem d’aconseguir associar-la a les nostres comandes i podrem
representar l’histo`ric. Aqu´ı apareixen dos conceptes:
- Events amb pare: Dins de l’auditoria, s’ha creat un camp que ens diu si l’event s’ha
generat per culpa d’algu´. En aquest cas, nome´s els events generats quan executem
una comanda web, tindran events fills (les diverses execucions resultat de la comanda
introdu¨ıda). D’aquesta manera sempre podrem saber cada event si ha sigut generat a
consequ¨e`ncia d’algun altre, o no.
- Taula comevent: Per tal d’associar la informacio´, s’ha vist la necessitat de crear
aquesta taula, que associa la id d’una comanda de servei o programada (si e´s de ser-
vei, anira` acompanyada amb el nom de la comanda, ja que la id fara` refere`ncia a la
insta`ncia).
Amb aquests dos conceptes, nome´s cal buscar per cada comanda els events associats a
aquesta que hi hagi a la taula, que indicaran totes les execucions que s’han fet. Per cada
event associat, obtindrem els seus events fills i n’extraurem l’output.
Aquest flux d’execucio´ queda representat en el diagrama de la figura 4.20.
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En aquest cap´ıtol es mostren les diverses proves que s’han fet a les diferents parts del sistema
ITSAT per comprovar que el funcionament e´s l’esperat.
5.1 Auditoria
Per l’auditoria hem fet dos tipus de proves.
- Proves de precisio´: Es tracta de veure que les cerques d’events tornen exactament
aquells events que compleixen les condicions definides als requisits:
- L’event s’ha donat entre la data d’inici i la de fi.
- L’event ha comenc¸at entre la data d’inici i la de fi.
- L’event ha acabat entre la data d’inici i la de fi.
- L’event ha comenc¸at abans de la data d’inici i ha acabat despre`s de la de fi.
Per fer aixo` ha calgut registrar 4 events diferents. S’han definit de la segu¨ent manera.
- Event A: Comenc¸a a les 9:30 i acaba a les 12.
- Event B: Comenc¸a a les 8:00 i acaba a les 13.
- Event C: Comenc¸a a les 9:15 i acaba a les 9:30.
- Event D: Comenc¸a a les 8:00 i acaba a les 10.
Aleshores hem realitzat tres cerques diferents:
- Una cerca de 9 a 10: Els resultats havien de ser els events A, B, C, D.
- Una cerca de 6 a 9: El resultat havien de ser els events B i D.
- Una cerca d’11 a 12: Els resultats havien de ser els events A i B.
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Figura 5.1: Resultat de visualitzar el timeline amb un nu´mero d’events elevat.
D’aquesta manera podem verificar tres casos diferents i comprovar que els resultats so´n
els esperats. En el primer cas comprovem que surten tots els events, doncs A compleix
la condicio´ 3, B l’u´ltima, C la primera i D la segona, e´s a dir, totes les possibilitats
definides es donen. Amb el segon cas volem veure si realment filtrem els events que no
s’han donat en el lapse de temps i en aquest cas, B i D compleixen la segona condi-
cio´. Amb l’u´ltima prova el que tenim es que l’event A compleix la condicio´ 3 i B l’u´ltima.
Aquesta varietat de cerques ens contempla totes les possibilitat dels rangs de temps.
Per acabar de comprovar la precisio´, es fa una cerca del mo`dul AUDM, ja que totes
les cerques s’enregistren com a event i per tant, al fer una cerca ens hauria de sortir
reflectida en els resultats.
- Proves de ca`rrega: En aquest cas, vol´ıem veure que el nostre Timeline podria supor-
tar milers d’events sense ralentitzar l’ordinador. El que s’ha fet es entrar a la pa`gina
de l’aplicacio´ que utilitzem per generar el timeline http://almende.github.io/
chap-links-library/js/timeline/examples/example03_performance.html
i comprovar si una ma`quina estandard suporta un nu´mero elevat d’events.
Un cop hem vist que el plugin e´s suficientment robust, hem insertat manualment me´s
de deu mil events a la base de dades. Despre`s s’ha procedit a accedir al Timeline i a
veure que, tot i estar una ma`quina virtual per fer les proves, el timeline no es ralentitza.
Aixo` en part, e´s gra`cies a l’algoritme de clustering que aplica el plugin utilitzat, com
es pot veure a la figura 5.1.
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- Proves de casos extrems: En una de les funcionalitats del timeline, podem fer
un salt temporal endavant i enrere una hora, dia, setmana... Cal provar doncs, que
quan ens desplacem en el temps, les dates s’actualitzen correctament en els casos me´s
extrems.
- Un dia endavant l’ultim dia de l’any. S’ha de fer el canvi de mes, de dia i d’any.
- Un dia enrere el primer dia de l’any. S’ha de fer el canvi de mes, de dia i d’any.
- Una setmana enrere el dia 7 del me´s. S’ha de fer el canvi de dia i de mes.
- Una setmana enrere el dia 7 de gener. S’ha de fer el canvi de mes, de dia i d’any.
5.2 Mo`dul d’operacions ba`siques i sistema de permisos
Les proves realitzades van juntes, ja que no es pot provar el nou sistema sense el mo`dul nou.
Son les segu¨ents:
- Sistema de permisos aplicat a serveis i insta`ncies: Per fer aquesta prova, s’han
introduit tres serveis al sistema (apache, ntp i nginx) i s’han fet insta`ncies a les diverses
ma`quines de les quals disposem. Un cop fet aixo`, s’han negat permisos sobre serveis
i insta`ncies concretes, i s’ha comprovat que efectivament, no nome´s no visualitzem
aquests recursos a l’arbre sino` que tampoc podem executar les comandes de servei
corresponents.
- Sistema de permisos aplicat a entorns i ma`quines: Aquesta prova consisteix
en comprovar que els nous canvis que s’han realitzat al sistema de permisos no han
afectat al funcionament original d’aquest. S’han creat permisos absoluts i s’han realit-
zat proves, d’igual manera s’ha comprovat que l’u´s de diversos permisos relatius amb
ma`quines i entorns segueix funcionant correctament.
- Proves de funcionament general: Aquestes proves es basen en crear comandes
gene`riques amb diferents filtres i comprovar que les seves execucions tenen el compor-
tament que espera`vem. S’han creat comandes amb un abast de tots els camps de filtre
i tots els tipus de comanda (ma`quina, servei) i possibilitats (comandes, scripts...).
- Proves de ca`rrega: S’han creat comandes amb molts recursos objectius, per exemple,
unes 20 ma`quines i s’ha comprovat que s’executa a totes i cadascuna d’elles.
- Proves de fallada: S’han inhabilitat ma`quines dins del grup objectiu d’una comanda,
i s’ha comprovat que encara que no estiguin disponibles, l’execucio´ es segueix realitzant




Durant el desenvolupament del projecte, han sorgit va`ries millores que es podien realitzar
per ampliar la funcionalitat del projecte realitzat. En aquest cap´ıtol veurem algunes millores,
que es podrien implementar dins del projecte en un futur.
6.1 AUDM
- Registre de nous events: Una millora constant en l’auditoria e´s afegir registres
d’events de totes les noves funcionalitats que van apareixent al sistema, de manera que
es podra` veure que el sistema e´s prou so`lid i suficientment ben implementat perque` un
nou desenvolupador pugui utilitzar-lo. Actualment es te´ consta`ncia de la implementacio´
d’un nou mo`dul per la gestio´ de tasques perio`diques: El TSM (Task Scheduler Module)
i de la correcta implementacio´ del registre d’events en aquest, per un altre developer.
- Administracio´ d’events: En un futur, es pot pensar en exportar el sistema d’events
en un panell d’administrador, des d’on es puguin veure els events que hi ha definits per
cada mo`dul, i activar-los o desactivar los, de manera que es doni a l’administrador un
major control sobre aquests.
6.2 BOPM
- Comandes per transferir o agafar fitxers: En el seu moment no s’ha considerat
una condicio´ indispensable per la versio´ inicial del mo`dul, pero` en un futur una molt
bona opcio´ e´s que les opcions de transfere`ncia de fitxers estiguin habilitades tambe´ per
les comandes programades.
- Millores en la gestio´ d’scripts: A falta d’un sistema d’organitzacio´ d’scripts, actu-
alment per executar un script en una comanda programada caldra` afegir el path. En un
futur, una opcio´ e´s poder triar l’script remotament del servidor mitjanc¸ant un sistema
de fitxers o inclu´s poder editar-lo online (utilitzant algun plugin com el ckeditor1).
1Veure http://ckeditor.com/
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- Paral.lelitzacio´ en les execucions: Actualment les execucions web son sequencials.
Com a millora, es podrien executar de manera paral.lela.
6.3 Sistema de permisos
- Funcionament per ids: Actualment les ma`quines utilitzen un nom per identificar-
se. Caldria adaptar l’aplicacio´ per a que` les ma`quines s’identifiquessin amb el seu
identificador. D’altra banda, caldria modificar la cache interna per guardar per cada
identificador, el recurs al qual pertany, doncs actualment no podem diferenciar entre
identificadors de servei o de insta`ncies. S’hauria de fer un estudi extens i veure si





Aquest cap´ıtol tracta sobre la planificacio´ final del projecte. Donat que inicialment vam
presentar un diagrama amb les tasques, cal veure com ha canviat i si realment la planificacio´
inicial era correcta o no.
Les variacions respecte a la planificacio´ original son les segu¨ents:
- Duracio´ augmentada: La duracio´ esperada inicialment era de 99 dies, la duracio´
final ha sigut de 109, e´s a dir, 10 dies me´s.
- Millores en l’auditoria: S’introdueix una nova tasca d’implementacio´ d’un Timeline
per mostrar events.
- Desapareix la tasca de Jerarquia de rols: Finalment es va decidir que aquesta
tasca no estava molt relacionada amb el projecte, i podia comportar alentiments, ja
que era una tasca complicada. S’ha eliminat.
- Documentacio´: S’afegeix la tasca de documentar tot allo` que s’ha anat realitzant
durant el projecte en ITSAT.
La planificacio´ presenta unes variacions respecte a l’estimacio´ inicial. Aquestes variacions
no so´n moltes i tenint en compte que s’ha implementat una nova funcionalitat, aix´ı com la
documentacio´, i nome´s s’han necessitat deu dies me´s dels previstos, es pot dir que ha estat
una planificacio´ bastant acurada. A continuacio´ podem visualitzar el diagrama de Gantt1,
en el qual les hores de feina per completar les tasques so´n les mateixes que en un inici.
- Project Manager: 1 hora al dia per parlar amb el programador i revisar les tasques.
- Programador: 6 hores al dia per desenvolupar el software.
1El diagrama esta` adjuntat en quatre parts degut a la seva mida. Tot i aixi, s’adjunta una imatge del








Aquest apartat ens mostra com ha quedat el preu del producte finalment, i si els canvis en
l’organitzacio´ han suposat un increment del pressupost calculat inicialment.
8.1 Hardware
Ha fet falta demanar una ma`quina externa, ja que l’ordinador cedit inicialment no era suficient
per mantenir ma`quines virtuals i realitzar execucions de manera fluida. Aquesta ma`quina ha
suposat un cost de 100 euros, ja que es tracta d’un servidor extern.
Hardware Preu hardware % Projecte
Lenovo Thinkpad SL510 300 euros. 100 euros.
Ma`quina externa 100 euros. 100 euros.
8.2 Software
No hi han hagut variacions en el software.
Software Preu llicencia
MySQL Enterprise Edition 5000 euros.
VMWare Worktation 225 euros.
8.3 Personal
La duracio´ del projecte finalment ha estat de 109 dies, i per tant el cost queda de la manera
segu¨ent.
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Rol Preu Hora Hores Total
Project Manager 80 e/h 218 17.440
Programador 45 e/h 654 29.430
8.4 Total
El total del cost que ha representat desenvolupar aixo`, e´s de 52.295 euros. Inicialment hav´ıem
previst un cost de 47.895 euros, aixo` vol dir que hi ha hagut un increment del pressupost
inicial. Hem tingut una despesa extra de 4400 euros amb els quals no compta`vem inicialment,




Podem afirmar que aquest projecte s’ha dut a terme amb e`xit. Hem pogut construir dos
mo`duls, un sistema d’auditoria i ampliar el sistema de permisos de ITSAT en el per´ıode
de temps que es disposava. Aixo` implica que des d’aquest moment, tot desenvolupador de
ITSAT podra` registrar tots els events que consideri importants. A me´s, no nome´s es poden
consultar en una llista, sino´ que s’ha pogut implementar a temps un timeline gra`fic per re-
presentar tota la informacio´ de manera me´s intu¨ıtiva i dina`mica. Per altra banda, a partir
d’ara podem limitar a un usuari els serveis que pot utilitzar i les insta`ncies d’aquest, de
moment nome´s al nou mo`dul pero` e´s una ampliacio´ que pot ser aplicable a tot nou u´s dels
serveis que aparegui al projecte. Per u´ltim, els usuaris tindran un mo`dul per fer les execu-
cions web i d’aquesta manera, s’obre la possibilitat d’automatitzar gran part de les futures
tasques dels empleats. Totes aquestes noves implementacions, constitueixen una base molt
so`lida pel sistema, i podran anar sent millorades al llarg del temps en funcio´ de les necessitats.
Personalment, trobo que aquest projecte m’ha ensenyat molt en tots els aspectes. D’en-
trada, el fet de treballar en una empresa i veure com funciona el mo´n laboral fora de la
universitat e´s una experie`ncia necessa`ria per comenc¸ar a formar-se professionalment. D’altre
banda, el fet de fer una aplicacio´ basada en sistemes operatius, et fa treballar me´s enlla` de
desenvolupar software web, he apre`s me´s en profunditat com funciona una ma`quina amb
linux, noves comandes, he millorat en fer scripts, consultar logs, utilitzar serveis... I en la
part de desenvolupament, he aprofundit me´s en els llenguatges webs com PHP, utilitzant
noves llibreries i per la part de frontend he millorat molt´ıssim tant en javascript com css.
Pero` parats a pensar, potser el millor del projecte e´s haver demostrat capacitat suficient
per entrar a un projecte ja comenc¸at, que no era fa`cil d’entendre, doncs estava constitu¨ıt
per molt´ıssimes peces, i haver pogut entendre tot el funcionament, saber que s’esta` fent en





En aquest apartat farem un recull de les diferents tecnologies que s’han emprat pel projecte,
les avaluarem individualment i veurem que ens ofereixen, aix´ı com possibles alternatives.
10.1 PHP
PHP e´s un llenguatge de programacio´ d’us general per fer codi del servidor, originalment dis-
senyat pel desenvolupament web de contingut dina`mic. El codi es interpretat per un servidor
web amb un mo`dul de processador de PHP que genera la pa`gina Web resultant. El codi
escrit en PHP e´s invisible desde la perspectiva de navegador y del client. Pot ser executat a
la majoria de sistemes operatius actuals, com Windows, Linux o MacOS.
Aquest llenguatge s’ha utilitzat per fer tota la part del servidor del sistema ITSAT en el
que es fa el projecte, donat que tot ITSAT esta` implementat aix´ı.
Figura 10.1: Llenguatge de programacio´ PHP.
Avantatges
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- Hi ha una gran comunitat de PHP a internet. E´s possible trobar informacio´, funcions
i documents amb gran facilitat. Destaca la web http://php.net on estan totes les
funcions explicades al detall.
- Versa`til, eficient i multi plataforma.
- E´s un llenguatge realment simple, juntament amb el fet de no ser fortament tipat,
permet realitzar pra`cticament tot allo` que vulguem fer.
- Hi ha una gran quantitat de llibreries externes, mo`duls i plugins.
- Completament orientat a la web.
Inconvenients
- Donat que permet fer-ho pra`cticament tot, si no es fa servir be´, e´s possible que apareguin
punts d’acce´s que violin la seguretat de la nostra web.
- No e´s un llenguatge creat per ser orientat a objectes, tot i que les noves versions si que
ho permeten.
- Me´s enlla` de la web, no te´ gaire u´s.
Alternatives
- Java: Una de les alternatives a PHP avui en dia e´s utilitzar Java per les aplicacions.
Java e´s un llenguatge totalment orientat a objectes, a difere`ncia de PHP, a me´s, Java es
pot utilitzar tan per web com aplicacions d’escriptori o inclu´s per programar aplicacions
de dispositius mo`bils, amb el que obtenim un mateix llenguatge per va`ries plataformes.
PHP en canvi, esta` completament limitat a la web. En cas de voler ampliar l’aplicacio´
a dispositius mo`bils, ens trobar´ıem amb el problema d’haver de canviar de llenguatge.
Una altra gran diferencia e´s que Java no e´s interpretat, es compila sobre una ma`quina
virtual, la qual cosa permet distribuir aplicacions en format binari i no en codi font.
E´s una millor opcio´? En aquest cas, e´s una alternativa diferent. Cal veure que ens
ofereix i que no. Personalment, donat que ITSAT e´s una aplicacio´ web, l’u´s de PHP e´s
me´s que adequat.
- Python: Python e´s un llenguatge d’scripting que actualment tambe´ s’esta` utilitzant
pel desenvolupament web. E´s molt similar a PHP, ambdo´s so´n interpretats i de tipat
de`bil, tenen una gran comunitat al voltant i so´n relativament fa`cils d’aprendre. Python
pero`, produeix un codi molt me´s clar i llegible que PHP, donat el seu sistema d’iden-
tacio´ que s’utilitza en comptes del tradicional u´s de claus, la qual cosa augmenta molt
la seva usabilitat.
Seria una alternativa a considerar, ja que es un llenguatge me´s ra`pid que PHP en termes
d’execucio´ i a me´s, facilita molt la lectura de codi (veure figura 10.2), el qual tractant-se
d’un projecte de codi lliure, e´s molt important.
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Figura 10.2: Python: Sistema d’identacio´ obligatori al codi.
10.1.1 Llibreries i Mo`duls
Per la tecnologia PHP, s’han utilitzat les extensions segu¨ents.
10.1.1.1 TabCtrl
TabCtrl e´s un plugin PHP propi que integra ITSAT, per tal de mostrar resultats en forma
de taula. L’usuari nome´s caldra` que implementi una classe que hereti de la principal i dir-li
sobre quina taula de la base de dades treballar. La idea de TabCtrl e´s mostrar informacio´
sobre la taula triada, de manera que puguem visualitzar tots els elements que ens interessi
d’aquesta.
Disposa de tres modes diferents per visualitzar dades, segons els permisos dels quals
disposem en el context.
· Vista: Mostra les dades d’un element en concret, nome´s per visualitzar.
· Edicio´: Permet editar les dades d’un element en concret.
· Llista: Mostra tots els elements en forma de llistat. En el mode llistat TabCtrl aporta
un sistema de paginacio´, per tal de mostrar els resultats de manera organitzada.
Per cadascun dels tres modes podrem triar quins camps de la taula volem mostrar, per
exemple, podr´ıem no voler ensenyar un camp “usuari bloquejat” en el formulari d’edicio´. Ad-
dicionalment, tenim l’opcio´ de permetre la creacio´ de noves entrades o d’esborrat d’aquestes.
A me´s, TabCtrl te´ incorporat un sistema de filtre, per realitzar cerques sobre els camps de la
taula en concret i filtrar els resultats que compleixin aquesta condicio´. Podem inclu´s definir
un filtre intern, per tal de que` els elements que mostrem sempre siguin un subconjunt dels
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elements de la taula.
Figura 10.3: Panell produit per TabCtrl.
En la figura 10.3 podem veure els diferents conceptes d’aquest plugin.
1 Nom de la taula: Es pot triar el que` volem mostrar com a nom en qualsevol moment.
2 Filtrat: TabCtrl permet seleccionar qualsevol camp de la taula i fer cerques d’un valor
en concret.
3 Creacio´ i llistat: Podem crear noves entrades a la taula o activar la visualitzacio´ en
mode llista en qualsevol moment.
4 Llista d’elements: La vista principal de TabCtrl e´s una llista de tots els elements
que tenim a la taula, o en cas d’especificar un filtre intern, del subconjunt d’elements.
Cada camp de la llista correspon a un camp de la taula de la base de dades.
5 Opcions de TabCtrl: Podem passar al mode vista o edicio´ d’un dels elements de la
llista, o simplement esborrar-lo de la taula.
6 Paginacio´: Paginacio´ automa`tica de tots els elements de la llista, en cas que la quan-
titat de resultats sigui molt numerosa.
Avantatges
- Permet la gestio´ d’elements (creacio´, edicio´, esborrat) d’una taula de manera molt
simple e intu¨ıtiva.
- Simplifica molt la visualitzacio´ dels resultats, ja que garanteix un mode llista amb
paginacio´ integrada.
85
- Permet fer filtres dels resultats ja obtinguts per buscar aquells elements que ens in-
teressin.
Inconvenients
- Poca flexibilitat. Nome´s serveix per coses ba`siques. Si volem fer coses me´s complexes
hem de redissenyar la majoria de me`todes, per here`ncia.
- Cada accio´ de paginacio´ o filtratge e´s un acce´s al servidor principal que ens podr´ıem
estalviar.
- E´s excessivament complicat d’entendre, la seva corba d’aprenentatge e´s molt alta.
- Esta` massa integrat al propi sistema ITSAT, actualment no e´s possible fer-lo servir fora
d’aquest.
Alternatives
- DataTables: L’alternativa me´s gran que s’ha trobat, e´s el plugin DataTables, que
permet la visualitzacio´ d’una taula de manera dina`mica i amb la possibilitat d’utilitzar
filtres i paginacio´ sense accessos innecessaris al servidor, essent un plugin realment
senzill d’utilitzar i amb una documentacio´ bastant extensa i assequible.
10.1.1.2 PHP-FPM
PHP-FPM (FastCGI Process Manager) e´s un mo`dul PHP que ofereix funcionalitats addici-
onals molt u´tils.
- Estad´ıstiques ba`siques.
- Gestio´ de processos avanc¸ada.
- Possibilitat d’executar scripts com root.
- Permet realitzar execucions en background.
Aquest mo`dul s’ha utilitzat per poder realitzar les execucions web del mo`dul BOPM.
Actualment e´s la solucio´ me´s viable pels nostres objectius.
10.1.1.3 DataObject
PHP Data Objects e´s una extensio´ que proveeix d’una capa d’abstraccio´ d’acce´s a les dades
per PHP 5, amb la qual cosa ens abstraiem de la lo`gica interna de la base de dades, de manera
que podem realitzar totes les operacions desde la lo`gica del domini. Per cada taula nova
creada, es genera automa`ticament un DataObject associat a aquesta, que ens proporciona
totes les funcionalitats per interactuar amb la base de dades.
10.1.1.4 Curl
Curl e´s una llibreria PHP que ens permet realitzar peticions HTTP. Ens permet definir totes




Javascript e´s un llenguatge de programacio´ interpretat, de tipat de`bil i dina`mic. El seu u´s
principal es per la programacio´ del canto´ del client (client-side), implementat com una part
d’un navegador web, permetent millores en la interf´ıcie de l’usuari i pagines web dina`miques.
Tot i aix´ı, tambe´ e´s possible el seu u´s per la part del servidor, com es fa servir per exemple,
amb la tecnologia node.js, on es mante´ tot el servidor amb codi Javascript. El codi escrit
en javascript, sera` descarregat pel navegador i visible pel client, a difere`ncia del codi PHP
utilitzat en la part del servidor, aixo` vol dir, que tothom que vulgui, podra` investigar i veure
el nostre codi, tot i que existeixen me`todes per ofuscar-lo i fer-lo me´s dif´ıcil d’interpretar.
En aquest projecte s’ha utilitzat per tota la part gra`fica dels mo`duls, amb diversos plugins
que implementen va`ries funcions, aix´ı com per poder gestionar la validacio´ i enviament de
les dades del client al servidor.
Avantatges
- Millora l’experie`ncia de l’usuari amb la web, permetent la creacio´ d’elements dina`mics
i animacions.
- Hi ha una immensa quantitat de plugins fets amb Javascript.
- La llibreria jQuery, creada amb aquest llenguatge.
- La te`cnica AJAX per l’enviament de dades.
Inconvenients
- Al ser un llenguatge que s’executa a la part del client, e´s visible per tothom.
- No e´s un llenguatge pro`piament orientat a objectes, tot i que pot ser utilitzat com a
tal.
Alternatives
- Dart: Avui en dia poques alternatives hi ha. Javascript e´s el referent, i juntament amb
jQuery (explicada posteriorment) s’ha convertit en l’eina principal per desenvolupar
aplicacions web. Tot i aix´ı, hi ha una alternativa que ha aparegut, anomenada dart
language, (me´s informacio´ a https://www.dartlang.org/) que e´s el llenguatge utilitzat
per Google en substitucio´ de javascript.
10.3 AJAX
AJAX1 e´s una te`cnica de desenvolupament web que permet comunicar-se asincronament amb
el servidor. La idea es que les aplicacions que utilitzen AJAX s’executen en el client mentre
en segon pla es fa la comunicacio´ amb el servidor. No e´s necessari que el format de les dades
1Acro`nim de Asynchronous Javascript And XML.
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sigui en XML, tot i que sigui part de l’acro`nim.
S’ha utilitzat per fer la comunicacio´ client-servidor en tota l’aplicacio´.
Avantatges
- Permet fer canvis sobre les pagines sense recarregar-les, millorant la interactivitat,
velocitat i usabilitat de les aplicacions.
- Es poden enviar dades introdu¨ıdes per l’usuari al servidor en segon pla i realitzar la
validacio´ sense recarregar la pagina.
- Peticions as´ıncrones per obtenir informacio´ del servidor sense interrompre a l’usuari.
Inconvenients
- Deixa d’existir el boto´ enrere. Els usuaris han de canviar el concepte que tenen dels
llocs web.
- No podem afegir pa`gines concretes d’un lloc web com a marcadors del navegador.
- Depenent de la ca`rrega del servidor, podem experimentar temps de reposta alts.
- Necessari Javascript, cal tenir camins alternatius en cas que l’usuari el desactivi.
Alternatives
- Actualment no hi ha una alternativa millor per realitzar les mateixes funcions.
10.3.1 sat-ajax
Satajax e´s un plugin basat en ajax que implementa ITSAT pel seu funcionament en la co-
municacio´ client – servidor. Es basa en Accions de client com pre´mer un boto´ o obrir un
dia`leg i Accions de servidor que son les diverses accions que pot fer aquest per actuar en
consequ¨e`ncia. Les accions de servidor van agrupades per mo`duls, on cada mo`dul fa refere`ncia
a un mo`dul de ITSAT.
La diferencia me´s gran e´s que aqu´ı no invocarem una URL en si, sino´ que definirem una
accio´, i la crida AJAX es fara` sobre el mo`dul corresponent, invocant la accio´ demanada que
conte´. Podem veure com exemple la figura 10.4, on en comptes de cridar un script concret
per realitzar un seguit d’accions, ho optimitzem invocan una accio´, que estara` definida al
propi mo`dul.
Avantatges
- Simplificacio´ de les crides.
- Totes les funcionalitats d’un mo`dul contingudes en un sol arxiu.
- Poder realitzar accions com pintar html o executar una funcio´ javascript des del mateix
servidor de manera fa`cil.
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Figura 10.4: Diagrama satajax extret de la documentacio´ del projecte.
Inconvenients
- Corba d’aprenentatge excessiva.
- Extremadament lligat a l’estructura de ITSAT. Fora d’aquest sistema, no serveix.
- No podem realitzar una de les funcionalitats ba`siques d’ajax, que e´s actuar en funcio´ de
l’estat de la crida (si ha donat error, si ha funcionat, si ha retornat certs para`metres...)
10.4 jQuery
jQuery e´s una biblioteca de JavaScript que permet simplificar la manera d’interactuar amb
els documents HTML. Ens ofereix moltes funcionalitats basades en JavaScript que d’altra
manera, requeririen molt me´s codi, e´s a dir, amb les funcions pro`pies d’aquesta biblioteca,
podem realitzar el mateix que far´ıem amb Javascript, pero` escrivint moltes menys l´ınies de
codi i aix´ı assolir grans resultats en menys temps i espai.
La llibreria jQuery s’ha utilitzat per tota la part front-end del projecte.
Avantatges
- Aprenentatge relativament fa`cil.
- La documentacio´ e´s molt extensa i hi ha exemples pra`cticament per a tot.
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Figura 10.5: jQuery.
- Ens simplifica molt la manera d’interactuar amb els documents.
Inconvenients
- Encara que s’optimitza per cada versio´, suposa me´s de 85kbs de ca`rrega.
- Cada vegada que es selecciona un element, estem associant-li un gran nombre de
me`todes que s’utilitzen de forma interna per la seva manipulacio´.
Alternatives
- Javascript natiu: La primera opcio´ es fer servir javascript pur, sense jQuery. Fent
aixo` potser guanyem una mica pel que fa el tema de memo`ria comentat als inconveni-
ents, pero` perdem tots els avantatges que ens ofereix jQuery.
- Zepto.Js: Zepto e´s una alternativa, que ens ofereix molts dels me`todes i opcions de
jQuery pero` prescindint d’aquells que no s’utilitzen gairebe´ mai. D’aquesta manera, la




E´s una biblioteca de components pel framework jQuery que l’hi afegeixen un conjunt de
plugins, widgets i efectes visuals per la creacio´ d’aplicacions web. Cada component es desen-
volupa segons la filosofia de jQuery (find something, manipulate it). Destaca la quantitat de
plugins que s’han desenvolupat i la fa`cil utilitzacio´ d’aquests.
A continuacio´ es llisten les funcionalitats de jQueryUI utilitzats en el projecte.
· DatePicker: DatePicker ens permet seleccionar una data d’un calendari de manera
totalment gra`fica. Nome´s cal clicar on volem introduir-la i se’ns mostrara` un calendari
actual on podrem seleccionar mes, any i dia. (Figura 10.6).
· Autocomplete: Autocomplete e´s un plugin que ens permet visualitzar diferents opci-
ons de text a introduir segons el que estem escrivint. Un exemple similar d’autocomple-
te so´n els diccionaris dels tele`fons, on a mesura que redactem les paraules, ens intenta
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Figura 10.6: plugin datepicker.
Figura 10.7: plugin autocomplete.
oferir un seguit d’opcions per tal de predir allo` que volem escriure. A me´s, podem
definir la llista d’opcions per satisfer les nostres necessitats i inclu´s fer que si no s’in-
trodueix res ens mostri tota la llista, per agilitzar la introduccio´ de dades. (Figura 10.7).
Aquests dos plugins de jQueryUI s’han utilitzat per la seleccio´ de dates de l’auditoria i
per la introduccio´ de dades al mo`dul BOPM, respectivament.
Avantatges
- La quantitat d’opcions i funcionalitats que ens ofereix.
- Te´ una documentacio´ molt clara i una comunitat molt gran d’usuaris.
- Molt fa`cil d’utilitzar, ja que el seu funcionament e´s ide`ntic al del framework jQuery.
- La usabilitat que aporta l’u´s dels seus components.
Inconvenients
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- Si no s’ha tocat mai jQuery, pot ser complicat d’utilitzar.
- La major part dels plugins estan pensat per tasques en concret i e´s possible que no
facin tot allo` que voldr´ıem.
Alternatives
- Avui en dia no hi ha cap alternativa millor, jQueryUI e´s una refere`ncia i resulta dif´ıcil
pensar en projectes web que no l’utilitzin. Tot i aixi, cada cop me´s usuaris estan
implementant els seus propis plugins.
10.4.1.2 Timepicker
Timepicker e´s un plugin jQuery que ens permet seleccionar una hora determinada en el
mateix estil que el datepicker de jQueryUI. Oficialment jQueryUI no te´ un selector d’hores
i per tant, aquest plugin intenta suplir aquesta care`ncia. El seu funcionament e´s ide`ntic al
datepicker. (Figura 10.8).
Figura 10.8: plugin timepicker.
10.5 JsTree
Jstree e´s un plugin fet amb javascript i jquery, amb la finalitat de representar elements en
forma d’una estructura d’arbre (Figura 10.9). Permet la interaccio´ total amb aquest arbre, de
manera que es poden crear, editar i esborrar nodes dina`micament, fer consultes dels subnodes
asincronament i repintar elements en concret, convertint aquest plugin en una representacio´
molt dina`mica d’allo` que volem mostrar.
Aquest plugin s’ha utilitzat per representar els elements principals de ITSAT (entorns,
ma`quines...) en un context molt simple i fa`cil d’interpretar per l’usuari. Originalment va ser
implementat pel mo`dul BOPM, me´s tard es va passar a utilitzar a tot el sistema.
Avantatges
- Interaccio´ amb l’arbre totalment dina`mica (crear elements, mourels...)
- Possiblitat de fer servir diversos tipus de dades per la creacio´ de nodes (html, json,
xml...)
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Figura 10.9: Representacio´ d’elements de ITSAT en forma d’arbre, amb el plugin jstree.
- Ens permet representar diferents tipus de nodes, adjudicant a cadascun diferents pro-
pietats.
- Permet fer crides as´ıncrones per obtenir dades, de manera que nome´s anirem mostrant
la informacio´ dels subnodes que desitgem.
- Gran varietat de possibilitats.
Inconvenients
- El seu u´s no e´s trivial i la documentacio´ e´s una mica complicada.
Alternatives
- Treeview: Un altre plugin, amb menys possiblitats d’u´s.
- Checkboxtree: plugin per representar arbres utilitzant checkboxes. Bastant me´s
limitat i gra`ficament pobre. (Figura 10.10).
Figura 10.10: Alternativa a jstree: Checkboxtree.
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10.6 DataTables
Datatables e´s un plugin jquery per representar taules. Aquestes taules son totalment dina`miques
i tenen l’aspecte mostrat a la figura 10.11. En aquest projecte s’ha utilitzat el plugin per
mostrar els resultats d’un filtre que definim en una comanda, i per mostrar un histo`ric de les
diverses execucions.
Avantatges
- Interaccio´ totalment dina`mica.
- Cerques en la pro`pia taula per filtrar resultats.
- Paginacio´ totalment automa`tica,
- Totes les accions dina`miques no han d’accedir al servidor en cap moment, es fa tot
desde el client.
- Diversos plugins disponibles.
Inconvenients
- El seu u´s no e´s trivial.
Alternatives
- Google Tables: E´s un plugin de google amb moltes possibilitats i relativament fa`cil
d’utilitzar. Els resultats pero`, no so´n tan usables i vistosos com els que ofereix datata-
bles.
Figura 10.11: Taula creada amb el plugin Datatables.
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10.7 TimelineChap
TimelineChap e´s un plugin per crear Timelines interactius en jquery. Permet representar
events, donar-los duracio´, personalitzar-los, agrupar events similars, fer grafiques... en defi-




- Permet desplac¸ar-se lateralment en el temps i fer zoom per veure la informacio´ en hores,
segons o altres unitats de temps.
- Moltes opcions, a destacar el clustering per poder representar me´s events sense rea-
lentitzar el sistema.
Inconvenients
- Com la major part de plugins me´s complexos, el seu u´s no e´s trivial.
- El format de les dades que necessita per generar-se ha de ser molt especific i per tant,
cal un parseig previ de les dades.
Alternatives
- Timelines diversos: En aquest cas no es posa una alternativa concreta, ja que exis-
teixen molts plugins per representar timelines, la major part de fet, so´n molt millors a
nivell visual que el que hem utilitzat. El problema de tot aixo` e´s que no so´n gratu¨ıts,
s’ha de pagar la llicencia i per tant, en aquest cas no s’han utilitzat.
10.8 HTML5
HTML e´s un llenguatge de tags per l’elaboracio´ de pa`gines web. Aquest llenguatge es basa
en l’u´s d’etiquetes (tags) per representar l’esquelet d’un document. Actualment ens trobem
en la versio´ 5, que incorpora diverses novetats:
- Noves etiquetes.
- Suport per a`udio i v´ıdeo.
- Grafics 2d/3d.
- Suport per CSS3.
- Enmagatzament local de dades.
L’estructura HTML e´s ba`sica per qualsevol disseny web, tot i que en aquest projecte no
s’ha utilitzat directament com a tal (s’ha fet servir el motor de plantilles Smarty) si que s’ha
utilitzat el concepte DHTML, que e´s HTML creat dina`micament mitjanc¸ant javascript.
Avantatges
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Figura 10.12: Timeline d’exemple amb el plugin TimelineChap.
- E´s molt fa`cil d’utilitzar.
- Permet plasmar les nostres idees en un document web.
Inconvenients
- Totalment esta`tic, cal utilitzar javascript o un motor de plantilles com smarty, per
poder generar html dinamic.
- E´s necessari el CSS per donar un aspecte visual al nostre document.
- Els documents HTML es descarreguen al client i per tant, so´n totalment visibles per
qualsevol usuari.
Alternatives
- Actualment no hi ha cap alternativa. HTML e´s el pilar ba`sic de la web. Tot i que cada
vegada hi ha noves formes de generar plantilles (smarty, jsp, twig, javascript) totes es
basen en HTML.
10.9 Smarty
Smarty e´s un motor de plantilles fet en PHP amb l’objectiu de separar la lo`gica de l’aplica-
cio´ de la part visual. Permet generar plantilles HTML de manera totalment dina`mica, per
exemple, es poden realitzar bucles per generar codi HTML.
Avantatges
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- Separacio´ de lo`gica i part visual.
- Permet generar plantilles dina`micament.
Inconvenients
- Obliga a aprendre un ”pseudollenguatge”me´s per poder ser utilitzat.
Alternatives
- U´s de frameworks: Habitualment s’utilitzen frameworks que permeten fer tant la
separacio´ com la generacio´ de plantilles, juntament amb altres funcionalitats. En PHP,
un dels me´s coneguts es Symfony, i potser de cara una nova versio´ del producte, es
podria comenc¸ar a desenvolupar utilitzant-lo.
Figura 10.13: Motor de plantilles Smarty.
10.10 CSS3
L’u´s de CSS2 va lligat a l’estil i disseny de les pagines web. E´s un conjunt de regles que
defineixen quin estil tindran els diferents elements que formen un document. CSS3 e´s l’ultima
versio´ del CSS que inclou noves funcionalitats, entre altres:
- Selectors.
- Backgrounds i borders.






- Personalitzacio´ total de la pa`gina.
Inconvenients
- Si es volen obtenir bons resultats, calen unes bones bases de disseny.
Alternatives
- Actualment el CSS e´s l’u´nica manera de donar estil als elements HTML.
10.11 Apache
L’apache e´s un servidor web HTTP lliure multiplataforma. E´s utilitzat per moltes tasques,
des de servir webs fins a compartir arxius des d’un pc cap a internet. Tambe´ es molt utilitzat
de manera local pels desenvolupadors web, amb la finalitat de previsualtizar i provar codi
mentre es desenvolupa en la pro`pia ma`quina local.
Avantatges




- Me´s enlla` de l’u´s ba`sic de servir webs, requereix un coneixement me´s profund per
administrar-lo.
Alternatives
- Nginx: Quan es parla d’alternatives a apache, el primer nom que sorgeix e´s Nginx.
Nginx e´s un servidor web HTTP com apache, pero` que a difere`ncia del primer, pot
processar me´s peticions, ja que utilitza threads en comptes de processos i aixo` com-
porta que gasti menys memo`ria i sigui me´s ra`pid. Seria una alternativa a considerar
si tingue´ssim una aplicacio´ web visitada per molts usuaris, pero` en el cas de ITSAT,
es tracta d’una aplicacio´ que te un pu`blic especific i cada empresa fara` servir la seva
versio´.
10.12 MySQL
MySQL e´s un sistema de gestio´ de bases de dades relacional multi plataforma. E´s molt
utilitzat per aplicacions web, per tal d’emmagatzemar les dades. En ITSAT, s’utilitza per
guardar tota la informacio´ del sistema, desde ma`quines passant per credencials de l’usuari.
Avantatges
- Molt simple d’utilitzar i fa`cil configuracio´.
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- Proporciona persiste`ncia a les aplicacions.
Inconvenients
- En entorns d’alta concurre`ncia pot donar problemes.
- Cal pagar una llice`ncia si es vol utilitzar en aplicacions en produccio´.
Alternatives
- PostgreSQL: Molt similar a MySQL, Postgre e´s completament gratu¨ıt, te´ una bona
integracio´ amb PHP i permet fer consultes me´s potents que MySQL. Seria una molt




En aquest cap´ıtol veurem una llista dels diferents conceptes que s’utilitzen en el document
amb una petita explicacio´ per tal de que` s’entenguin millor.
11.1 Conceptes ITSAT
En aquesta seccio´ trobem el glossari sobre els diversos conceptes del projecte.
11.1.1 ITSAT
Acronim de IT System Administration Tools. E´s l’eina principal sobre la qual es basa el
projecte.
11.1.2 Recurs
Un recurs e´s un component propi d’ITSAT amb una funcionalitat definida. Per exemple,
un recurs seria una ma`quina sobre la qual podem executar comandes i que ens ofereix la
possibilitat de connectar-nos. Un altre exemple de recurs seria un entorn, que ens do´na
l’opcio´ d’agrupar ma`quines i identificar aquest grup de manera molt senzilla.
11.1.2.1 Entorn
Un entorn e´s un conjunt de ma`quines al que se li dona nom, per poder identificar-lo me´s
fa`cilment i facilitar-ne la classificacio´. Per exemple, podr´ıem crear un entorn on tingue´ssim
totes les ma`quines Linux.
11.1.2.2 Ma`quina
Una ma`quina e´s un dispositiu que s’ha donat d’alta a ITSAT (pot ser tant un PC personal
com un servidor) i al que podrem accedir de manera interactiva
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11.1.2.3 Servei
Un servei e´s una aplicacio´ del sistema operatiu que ens ofereix diverses funcionalitats (per
exemple, un apache ens ofereix la possibilitat de servir webs).
11.1.2.4 Instancia
Una instancia e´s l’associacio´ d’un servei amb una ma`quina. La ma`quina que tingui un servei
associat, podra executar les comandes que te´ disponibles aquell servei.
11.1.2.5 Comanda de servei
Una comanda de servei e´s una comanda que proporciona un servei (per exemple, un apache
ens ofereix la comanda restart, per reiniciar-lo). Aquestes comandes podran ser utilitzades
per qualsevol ma`quina que tingui una insta`ncia del servei en qu¨estio´. La comanda s’executara`
sobre la ma`quina que tingui la instancia.
11.1.3 Mo`dul
E´s una agrupacio´ de funcionalitats que pot utilitzar un usuari de ITSAT. Cada mo`dul es
independent dels altres i te unes funcionalitats pro`pies que l’hi donen identitat.
11.1.3.1 AUDM
Audit Module. E´s un dels nous mo`duls que s’ha fet en aquest projecte i permet la visualitzacio´
de tots els events que han succe¨ıt al sistema ITSAT.
11.1.3.1.1 Event Entendrem com event aquelles accions importants que es donen com a
consequ¨e`ncia de la interaccio´ de l’usuari amb el sistema, i que so´n suficientment importants
com per tenir-les en compte. Per exemple, instal.lar una ma`quina, esborrar un usuari o
executar una comanda.
11.1.3.2 BOPM
Basic Operations Module. E´s un dels nous mo`duls que s’ha fet en aquest projecte. Permet
l’execucio´ web de comandes i serveis i tota la gestio´ (creacio´, execucio´) d’aquestes.
11.1.3.2.1 Comanda programada Una comanda programada e´s una comanda que ha
sigut creada per un administrador. Aquesta comanda te´ definit un filtre, que decidira` sobre
quines ma`quines s’executara`, i una comanda, que estableix que s’executara a les ma`quines
del filtre.
11.1.3.2.2 SATCommand E´s el nom que se l’hi ha donat dins del sistema ITSAT a
les comandes programades, per poder diferenciar-les de les de servei, en termes tant de
funcionament com d’implementacio´.
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11.1.3.2.3 Grup de comandes Un grup de comandes e´s una agrupacio´ de SATcom-
mands amb la finalitat de tenir una organitzacio´ de comandes estructurada dins del mo`dul.
Cada grup anira` associat a un entorn, de manera que sigui visible per aquells usuaris amb
permı´s sobre l’entorn.
11.1.3.2.4 Filtre Un filtre e´s un conjunt d’elements descrits per l’usuari de forma que
s’obte´ un subconjunt de recursos del sistema (ma`quines / insta`ncies) que compleixen les
condicions establertes per aquests elements. Per exemple, per filtrar per nom de ma`quina
podem donar el nom d’aquesta o senzillament fer servir wildcards1.
11.1.3.3 MNGM
Management Module. E´s el mo`dul de gestio´ general de ITSAT i ens permet gestionar tota
la informacio´ del sistema (recursos, rols, usuaris...).
11.1.3.4 RCPM
Remote Control Proxy Module. E´s el mo`dul que gestiona les connexions interactives a les
ma`quines del sistema ITSAT.
11.1.3.4.1 Sat-remotedo Comanda principal de l’eina ITSAT. Permet utilitzar coman-
des sobre un seguit de ma`quines en paral.lel. Ofereix la possibilitat de filtrar ma`quines segons
entorn, ma`quina, sistema operatiu, entorn de produccio´, servei o insta`ncia. Nome´s es pot
executar des del mo`dul RCPM dins de la ma`quina local.
11.1.3.5 TSIM
Top Secret Identification Module. E´s el mo`dul que gestiona les credencials del sistema.
11.1.4 Permı´s
Entenem com permı´s, l’opcio´ de permetre o denegar un seguit de funcionalitats del sistema
a un usuari. Per exemple, el fet de poder instal.lar o no ma`quines, e´s un permı´s que es pot
assignar a un usuari.
11.1.5 Rol
Un rol e´s una agrupacio´ d’un conjunt de permisos. Cada rol contindra` tots aquells per-
misos que vulguem definir per una tasca especifica. Per exemple, es pot definir el rol de
monitoritzacio´, amb permisos nome´s sobre l’auditoria de ITSAT.
11.1.6 Rcpadm
Usuari que s’utilitza per les conexions remotes.
1Una wildcard e´s una definicio´ de paraula de la forma *text* on cada asterisc indica que podem tenir
qualsevol lletra en aquella posicio´. De manera que si s’escriu server* en el filtre s’obtindran totes les ma`quines
de la forma server-prod, server-pre, server-qa...
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11.2 Conceptes Tecnolo`gics
En aquest apartat, veurem tots els conceptes del document que estan me´s relacionats en el
mo´n de la tecnologia que no pas del projecte en si.
11.2.1 Log
Entenem com a log el registre que deixa un usuari al treballar dins d’una ma`quina, e´s a dir,
un document on queda consta`ncia de tot el que ha executat quan era dins d’aquesta.
11.2.2 Timeline
Timeline o l´ınia del temps, e´s un concepte que s’utilitza quan volem mostrar informacio´
diversa ordenada cronolo`gicament. Consta d’una l´ınia horitzontal amb unitats de temps on
es van mostrant diferents events en els punts on han ocorregut. Actualment Facebook, ha




Es coneix com a background el conjunt de processos que funcionen en segon pla.
11.2.5 Script




Un plugin e´s una llibreria que ofereix noves funcionalitats amb les quals treballar. Normal-
ment treballa sobre un software en concret i per si sol no es pot executar.
11.3.2 BackEnd
E´s defineix com a backend tot aquell desenvolupament que no es visible per l’usuari i que es
realitza a la part del servidor. E´s on es sol fer servir llenguatges com PHP, Java o Python.
11.3.3 FrontEnd
E´s defineix com a frontend tot aquell desenvolupament que afecta l’usuari i per tant, que




Una variable e´s una posicio´ de memo`ria a la que se li assigna un nom per identificar-la. Es
poden assignar valors a les variables.
11.3.5 Tipat fort
Totes les variables que s’utilitzen en un llenguatge de tipat fort, han de tenir un tipus assignat
i nome´s podran contenir valors d’aquell tipus.
11.3.6 Tipat de`bil
Totes les variables que s’utilitzen en un llenguatge de tipat de`bil, no cal que tinguin un tipus
assignat i podran contenir qualsevol element.
11.3.7 Parsejar




A continuacio´ es mostra el cata`leg d’events que s’ha decidit crear pel sistema ITSAT. E´s
perfectament ampliable, pero` amb la idea de definir els events me´s importants del sistema.
Mo`dul Tipus d’event Extra Significat
AUDM search machine Nom de la ma`quina Cerca d’event per ma`quina
AUDM search user Nom de l’usuari Cerca d’event per usuari
AUDM search environment Nom de l’entorn Cerca d’event per entorn
AUDM search module Nom del mo`dul Cerca d’event per mo`dul
BOPM service execution Comanda del servei Execucio´ web d’una comanda de servei
BOPM command execution Comanda programada Execucio´ web d’una comanda programada
BOPM create group Nom del grup Creacio´ d’un grup de comandes
BOPM edit group Nom del grup Edicio´ d’un grup de comandes
BOPM delete group Nom del grup Esborrat d’un grup de comandes
BOPM create command Nom de la comanda Creacio´ d’una SATcommand
BOPM edit command Nom de la comanda Edicio´ d’una SATcommand
BOPM delete command Nom de la comanda Esborrat d’una SATcommand
MNGM insert user Nom de l’usuari Creacio´ d’un usuari
MNGM delete user Nom de l’usuari Esborrat d’un usuari
MNGM set role Rol i usuari Assignacio´ de rol a un usuari
MNGM insert machine Nom de la ma`quina Creacio´ d’una ma`quina
MNGM update machine Nom de la ma`quina Edicio´ d’una ma`quina
MNGM delete machine Nom de la ma`quina Esborrat d’una ma`quina
MNGM insert we Nom de l’entorn Creacio´ d’un entorn
MNGM update we Nom de l’entorn Edicio´ d’un entorn
MNGM delete we Nom de l’entorn Esborrat d’un entorn
RCPM access Log Conexio´ interactiva a una ma`quina del sistema
RCPM rexec Comanda executada Execucio´ no interactiva d’una comanda
RCPM sexec Script utilitzat Execucio´ no interactiva d’un script
RCPM rput Fitxer transferit Transfere`ncia d’un arxiu local a remot
RCPM rget Fitxer agafat Transfere`ncia d’un arxiu remot a local
TSIM view password ID credencials Visualitzacio´ de credencials
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TSIM set password ID credencials Modificacio´ de credencials
TSIM create password ID credencials Creacio´ de credencials
TSIM view history Res Consulta d’histo`ric de credencials
SISTEMA logout Res L’usuari surt del sistema
SISTEMA forced logout Res L’usuari e´s expulsat del sistema
SISTEMA login Res L’usuari ha entrat al sistema
SISTEMA incorrect login Res L’usuari ha fet un login incorrecte
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Ape`ndix B
Guia pel developer per la
creacio´ de mo`duls
En aquest apartat es mostrara` una petita guia1 extreta del document pels developers que es
va escriure un cop estudiat tot el proce´s de creacio´ de mo`duls, ja que no existia cap refere`ncia
oficial a seguir.
Creacio´n de nuevos mo´dulos: ficheros y directorios mı´nimos Para crear un
mo´dulo de ITSAT deberemos, como mı´nimo, crear los siguientes ficheros en el directorio
/opt/itsat/usr/webapp/<modid>/:
- <modid>.js: contiene la inicializacio´n del JS del mo´dulo.
- <modid>.ini: contiene la instalacio´n del mo´dulo i la configuracio´n de js, css, permisos,
etc.
- <modid>-asctrl.inc extiende de SATAsCtrl y se usa para el control de AJAX.
- <modid>-ctrl.inc: extiende de TabCtrl y se usa para el control TabCtrl de los datos
del mo´dulo.
- <modid>-main.inc: extiende de SATmodule y se usa para el control del mo´dulo.
- <modid>.css: contiene el CSS del mo´dulo.
Para cada uno de los ficheros, hay que definir lo siguiente, con tal de tener una imple-
mentacio´n mı´nima para que funcione el nuevo mo´dulo.
- <modid>.js: Hay que crear las funciones modid init() y modid end(). No es necesario
implementarlas inicialmente.
- <modid>.ini: Hay que definir los campos siguientes:
- module-id: Identificador del mo´dulo.
1Al ser extreta d’un document de ITSAT, el text associat esta` en castella`.
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- module-icon: Icono que lo representa.
- module-version: Versio´n del mo´dulo.
- module-comment: Descripcio´n del mo´dulo.
- module-refresh-time: Periodo de actualizacio´n.
- module-js: Path del javascript.
- module-css: Path del CSS.
- <modid>-asctrl.inc Heredar de SATAsCtrl.
- <modid>-ctrl.inc: Heredar de TabCtrl. Ver apartado TabCtrl para mas detalles.
- <modid>-main.inc: Heredar de SATmodule i declarar las funciones abstractas de
esta, implementar la funcio´n de SATmodule modDraw(). y definir la constructora con
la id del mo´dulo.
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Ape`ndix C
Guia pel developer per l’u´s de
TabCtrl
En aquest apartat es mostrara` una petita guia1 extreta del document pels developers que es
va escriure un cop estudiat tot el proce´s d’utilitzacio´ del plugin TabCtrl, ja que no existia
cap refere`ncia oficial a seguir i era un gran impediment per desenvolupar.
C.1 Desarrollo con el plugin de ITSAT TabCtrl
TabCtrl es un plugin que trae ITSAT para mostrar toda la informacio´n de manera organizada
y administrar los accesos a la BD de esta (inserciones, borrados, actualizaciones). En este
apartado se intentara´ explicar todo lo esencial para poder desarrollar aplicaciones que usen
TabCtrl en ITSAT con e´xito.
C.1.1 Tres formas de representar datos
Hay que tener claro que TabCtrl contempla tres formas de representar los datos.
- List: Representacio´n de toda la informacio´n en una tabla, con paginacio´n automa´tica.
(Figura C.1).
Figura C.1: Representacio´n en lista.
- View: Representacio´n de una entrada en concreto.(Figura C.2).
1Al ser extreta d’un document de ITSAT, el text associat esta` en castella`.
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Figura C.2: Representacio´n en vista.
- Edit: Edicio´n de una entrada en concreto.(Figura C.3).
C.1.2 Como representar datos con TabCtrl
En primer lugar, vamos a tener que crear un archivo (por defecto sera´ <nombre>-ctrl.inc).
Dicho archivo tiene que heredar de la clase principal.
Listing C.1: Creacio´n de clase que use TabCtrl
class <nombre> extends SATTabCtrl
Y en la funcio´n constructora declararemos los para´metros de visualizacio´n siguientes:
- Logger: An˜adimos el nombre del tipo de log. Todo lo que operemos con ese mo´dulo
se guardara´ en la log correspondiente.
Listing C.2: An˜adir el tipo de log
this->setLogger("log");
- Descripcio´n: La descripcio´n que queremos mostrar.
Listing C.3: An˜adir descripcio´n
this->description = "Basic Operations";
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Figura C.3: Representacio´n en edicio´n.
- Para´metros: TabCtrl trabaja con tablas de la BD. Tenemos que definir que para´metros
vamos a mostrar y en que´ contexto los mostraremos. Veamos.
Listing C.4: An˜adir descripcio´n
// Definiremos un array
self::\$objdefs = array(...);
Donde el contenido seran arrays siguiendo el formato:
array(














Este es un ejemplo, veamos que significa cada cosa.
- Label: Es el texto que se mostrara´ para identificar el campo. En este caso, User
ID. (Figura C.4).
Figura C.4: Label.
- Name: El nombre del campo. Tiene que ser el identificador de ese campo en
la BBDD que se utilice en TabCtrl. En este caso, en la tabla que usamos en el
ejemplo (SATaudit), el campo es id. (Figura C.5).
Figura C.5: Name.
- Type: Es el tipo del campo. Este para´metro se utiliza para representar la in-
formacio´n, veremos ma´s adelante como se hace tal cosa, por si queremos mostrar
nuevos tipos de informacio´n.
- Typeparam: Por defecto vac´ıo, se utiliza en tipos ma´s complejos para pasar ma´s
informacio´n.
Cada tipo no es ma´s que una transformacio´n del valor original en el tipo definido,
entendiendo por valor original aquel que recoge TabCtrl de la BD. Por ejemplo,
si tenemos el tipo entorno, se necesitara´ que el valor original sea un identificador
de este. A continuacio´n se muestran los tipos ma´s comunes, mostrando tambie´n
aquellos para´metros adicionales, que deban ser indicados en el campo TypeParam.
Tipo Explicacio´n Info P. Adicionales
TEXT Un texto. - -
SQLSELECT Resultado SQL - Tabla, ID, Valor
WE Entorno ID. -
DATETIME Una fecha. Timestamp. -
ACTIVE Un checkbox. - -
ICON Una imagen. Path. -
PASSWD Password - -
MTEXT Un text a´rea. - -
IPV4 Una IP - -
NUMSELECT Un selector. - Las opciones del selector.
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- Valid: El tipo de validacio´n que se hara´ del campo, cuando insertemos un valor.
- Req: Si es requerido ese valor en la insercio´n. Se mostrara´ con un (*) en el
formulario.
- id: Este campo tiene que valer 1 si ese valor en concreto es la llave primaria de
la tabla con la que operemos.
- View: Si ponemos 1, significa que en modo view se mostrara ese valor.
- Edit: Si ponemos 1, significa que en modo edit se mostrara ese valor.
- List: Si ponemos 1, significa que en modo list se mostrara ese valor.
- Labelid: Este para´metro indica que valor es el que se usa para identificar el
campo. Por ejemplo, en los usuarios, el userid sera´ un labelid, en los entornos, el
nombre del entorno... Esto se utiliza por ejemplo, cuando borramos una entrada,
para que se nos informe de manera intuitiva. (Figura C.6).
Figura C.6: Se muestra la labelid al borrar un usuario.
- Desc: Este campo es la descripcio´n de ese valor. Si el valor sale en el modo
Edit, es conveniente poner una descripcio´n. El resultado se presentara´ en forma
de tooltip.
Figura C.7: Descripcio´n.
- Definicio´n de la tabla: Hemos visto co´mo definir los para´metros del SATTabCtrl.
Una vez definidos estos, hay que definir la tabla sobre la que se actuara´.
Listing C.5: Definir BD
this->SetDef("nombretabla", self::objdefs);
- Filtro: Este para´metro no es obligatorio y podemos definirlo fuera de la constructora,
pero hay que tenerlo en cuenta. El filtro indica que datos seleccionaremos de la base
de datos. Por defecto TabCtrl coge toda la informacio´n. Los filtros son en forma de
query SQL.
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Listing C.6: Definir Filtro
this->setFilter("userid = ’$userid’");
C.1.3 Funciones de acceso a la DB
Ya hemos visto en el apartado anterior como definir en un archivo la construccio´n un objeto
TabCtrl con todos sus para´metros. Ahora en dicho archivo vamos a tener que definir las
siguientes funciones.
Listing C.7: Definir funciones
public function delete(id) {
}
public function insert() {
}
public function modify(id) {
}
Si no vamos a usar la creacio´n, edicio´n o borrado de objetos (Solo queremos mostrar
informacio´n), tenemos que definir estas funciones vac´ıas. De otro modo, vamos a tener que
definir la funcio´n que vayamos a usar.
- Insert: Se llamara´ cuando creemos una nueva entrada mediante la vista edit. Recibi-
remos todos los para´metros por POST (el identificador de cada para´metro es el campo
name definido en la constructora).
- Modify: Se llamara´ cuando editemos una entrada. Adema´s de los para´metros, recibi-
remos la ID del elemento a modificar.
- Delete: Se llamara´ cuando eliminemos una entrada. Recibiremos la ID del elemento
a modificar.
En cada una de estas funciones, podemos decidir que hacer (comprobar para´metros, actuar
sobre la BD...) con total libertad.
C.1.4 Permisos especiales TabCtrl
TabCtrl trae por defecto una serie de permisos que hay que definir en nuestro mo´dulo para
el uso de este.
- View: Podremos visualizar la informacio´n en modo lista y ver el modo view de ele-
mentos concretos.
- Modify: Podremos modificar informacio´n de la tabla.
- Delete: Podremos eliminar informacion de la tabla.
- Create: Podremos crear nuevas entradas en la tabla.
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C.1.5 An˜adir Javascript a TabCtrl
En caso de querer an˜adir javascript (ya sea para ocultar campos al seleccionar valores en un
selector, o redefinir funciones), podemos an˜adirlo con dos sencillos pasos.
1 Crear un archivo <nombre>.js.tpl. Esto no deja de ser un template smarty con javas-
cript su interior. En dicho archivo abriremos el tag literal y cerraremos el mismo tag
/literal. Entre dichos tags, pondremos todo el co´digo javascript.
2 En el archivo donde definimos las funciones, redefiniremos la funcio´n attachClassJS.
Listing C.8: An˜adir Javascript
public function attachClassJS()
{




C.1.6 Como invocar TabCtrl
Con la clase definida y los permisos establecidos, ahora podemos invocar toda la funcionali-
dad de TabCtrl.
Hay que crear una funcio´n esta´ndar, en este caso de ejemplo vamos a llamarla chtab. Es
importante esta funcio´n porque es la que se llamara´ cada vez que ejecutemos una accio´n de
TabCtrl, ya sea insertar, listar o paginar (entre otras).
En esta funcio´n haremos lo siguiente:
- Declarar objeto: Esto es ba´sico. Si vamos a trabajar con nuestro objeto TabCtrl,
hay que declararlo.
Listing C.9: Declarar objeto
obj = new Objeto();
obj->getVars();
// Siendo objeto el nombre de la clase que hemos creado extendiendo de
SATTabCtrl
- Contexto: Como TabCtrl usa una serie de permisos, hay que decirle en que´ contexto
(mo´dulo) se utilizara´n.
Listing C.10: Declarar contexto
obj->setACContext("modulo");
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- Caja de filtro: A parte del filtro que podemos definir nosotros, TabCtrl incorpora
un sistema para filtrar de los resultados. Simplemente con dos instrucciones podemos
usarlo.
Listing C.11: Declarar caja de filtro
fb = obj->drawFilterBox();
this->sendHTML("#filterBoxFilter", fb);
Figura C.8: Caja de filtro.
- Descripcio´n: Ya hemos hablado de co´mo definir la descripcio´n. Si queremos pintarla
tenemos que escribir la siguiente l´ınea en la funcio´n.
Listing C.12: Declarar descripcio´n
this->sendHTML("#filterBoxLabel",obj->description);
- Javascript: Si tenemos javascript a importar, tambie´n hay que indicarlo.
Listing C.13: Declarar javascript
codi = obj->attachClassJS();
this->sendJsEval(codi);
- Filtro: Podemos definir tambie´n en esta funcio´n el filtro, en caso que en la constructora
no hayamos definido ninguno.
- Caja de control: Esta caja hay que dibujarla siempre, es la que nos ofrece las funci-
onalidades de crear o listar elementos.
Listing C.14: Declarar caja de control
ctrl=obj->drawControlHeader();
this->sendHTML("#filterBoxCtrl",ctrl);
Figura C.9: Caja de control.
- Template TabCtrl: Para mostrar toda la informacio´n en si del TabCtrl, hay que
ejecutar lo siguiente y ya podremos visualizar todo el contenido.
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Manual d’usuari: Mo`dul AUDM
En aquest apartat es mostrara` un petit manual1 extreta del document per usuaris que es va
escriure un cop creada l’auditoria.
D.1 Manual para el mo´dulo de auditoria AUDM
AUDM es el mo´dulo encargado de auditar los distintos eventos que ocurren dentro del siste-
ma ITSAT. Encontraremos el mo´dulo de auditoria en el menu´ superior.
Este mo´dulo se estructura en un bloque, formado por un menu´ donde podremos seleccio-
nar los distintos criterios para buscar los distintos eventos que audita ITSAT, y un panel de
visualizacio´n de resultados, con dos secciones: Audit Control, para ver los resultados exactos
que buscamos, y Timeline, donde veremos en una l´ınea del tiempo todo lo sucedido junto
con otras posibilidades para mostrar la informacio´n.
D.1.1 Que´ es un evento?
Para entender este mo´dulo hay que entender que es un evento. Un evento es una accio´n que
ha ocurrido en el sistema, como consecuencia de una interaccio´n del usuario con este y con
la finalidad de mostrar la informacio´n justa para entender que ha pasado. Puede ser muy
variado, desde el acceso a una ma´quina hasta la visualizacio´n de credenciales.
D.1.2 Bu´squeda de eventos
En el menu´ de bu´squeda podremos seleccionar cuatro criterios:
1 Bu´squeda por ma´quina: Todos los eventos que han ocurrido en una ma´quina en
concreto.
1Al ser extret d’un document de ITSAT, el text associat esta` en castella`.
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Figura D.1: Vista principal.
2 Bu´squeda por entorno: Todos los eventos que han ocurrido en ma´quinas de ese
entorno.
3 Bu´squeda por mo´dulo: Todos los eventos que se han producido en dicho mo´dulo.
4 Bu´squeda por usuario: Todos los eventos realizados por un usuario.
Una vez seleccionado el criterio y el subcriterio (ma´quina en concreto, entorno. . . ) tene-
mos que seleccionar el rango de tiempo. Dicho rango servira´ para ver los eventos que han
ocurrido entre la fecha inicial y la final, se mostrara´ aquellos eventos, dentro de un rango
fecha inicio, fecha fin que:
- Ocurran entre fecha inicio, fecha fin.
- Terminen entre fecha inicio, fecha fin.
- Empiecen entre fecha inicio, fecha fin.
- Empiecen antes de fecha inicio y terminen despue´s de fecha fin.
D.1.3 Interpretacio´n de eventos: Lista
Una vez realizada la bu´squeda, si hemos seleccionado el modo lista, se nos mostrara´ una
tabla con los eventos que cumplan los requisitos que hemos especificado.
Podremos ver una lista con todo lo sucedido, pudiendo optar por seleccionar la informacio´n
de un evento solamente y as´ı visualizar mejor los datos.
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Figura D.2: Interpretacio´n de eventos: Lista.
Figura D.3: Visualizacio´n de eventos.
Adema´s, en caso que el evento tenga registrado una salida (por ser una ejecucio´n de
comando por ejemplo), veremos la imagen de un ojo que podremos clicar para ver dicha
salida.
D.1.4 Interpretacio´n de eventos: Timeline
La otra alternativa para la visualizacio´n de eventos es el denominado Timeline. En un time-
line lo que vemos es la situacio´n del evento en el tiempo y gra´ficamente.
Hay que tener en cuenta algunos factores cuando veamos la representacio´n del evento en
este modo:
- Si el evento ha sido instanta´neo y el tiempo de inicio y fin es el mismo, lo visualizaremos
como un cuadro acabado en un punto. De no ser as´ı, sera´ una barra que se expandira´
segu´n el zoom que estemos viendo (imagen inferior).
- Los eventos se representan por colores, segu´n el tipo de evento realizado.
Dentro del timeline, podremos realizar una bu´squeda como la anterior, o bien utilizar
unos botones para ver en funcio´n de rangos horarios. Clicar 1 hora, 1 d´ıa o 1 semana
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Figura D.4: Salida de evento.
nos mostrara´ los u´ltimos eventos ocurridos en este tiempo y la posibilidad de movernos a la
hora, d´ıa, semana (etc) anterior o posterior, para ir viendo que ha ocurrido en cada momento.
Todo esto con los criterios de bu´squeda especificados (mo´dulo, ma´quina, entorno o usua-
rio).
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Figura D.5: Interpretacio´n de eventos: Timeline
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Ape`ndix E
Manual d’usuari: Mo`dul BOPM
En aquest apartat es mostrara` un petit manual1 extreta del document per usuaris que es va
escriure un cop creat el mo`dul d’operacions ba`siques.
E.1 Manual para el mo´dulo de operaciones basicas BOPM
El mo´dulo de operaciones ba´sicas o BOPM es el mo´dulo encargado de operar sobre servicios
y ma´quinas, v´ıa web, de manera similar a la que hacemos con el comando sat-remotedo.
Adema´s, an˜ade varias mejoras hacie´ndolo un mo´dulo muy versa´til para operaciones.
En este mo´dulo vamos a trabajar estos conceptos:
- Servicios: Son los servicios del sistema que se han enlazado con una ma´quina mediante
una instancia.
- Comandos programados o SATcommands: Son comandos que ha creado un admi-
nistrador de sistemas y los ha guardado en el sistema para que los dema´s los ejecuten.
Constan de una parte formada por el filtro, que define donde se va a ejecutar, y el
comando, que nos dice que se ejecutara´.
- Grupo de comandos: Cada comando se puede enlazar en un grupo, para facilitar
su ordenacio´n. As´ı mismo, cada grupo ira´ enlazado en un entorno. Un grupo puede
contener varios comandos.
E.1.1 Interpretacio´n del mo´dulo: A´rbol de recursos
Uno de los componentes ba´sicos del mo´dulo, es el a´rbol en el que esta´ representada toda la
informacio´n del sistema, por lo que es ba´sico entender que significa cada cosa. (Figura E.1).
- En primer lugar se encuentran los entornos de trabajo, que son los nodos principales.
Un entorno de trabajo puede contener entornos, ma´quinas o grupos de comandos.
1Al ser extret d’un document de ITSAT, el text associat esta` en castella`.
123
Figura E.1: A´rbol de recursos
Clicando sobre un entorno podremos ver todos los servicios que se encuentran ubicados
en las ma´quinas de su interior as´ı como todos los comandos enlazados a dicho entorno,
o subentornos.
- En segundo lugar, las ma´quinas. Una ma´quina puede contener servicios, siempre que
hayan sido enlazados mediante una instancia. Clicando sobre una ma´quina podemos
ver los comandos de todos los servicios ligados a esta.
- Seguidamente, los servicios. Un servicio puede contener la instancia que ha ligado dicho
servicio con su ma´quina asociada. Clicando un servicio podremos ver los comandos de
todas sus instancias.
- Ahora es el turno de las instancias. Una instancia es el enlace de un servicio con una
ma´quina, dando la opcio´n a que esa ma´quina pueda ejecutar los comandos del servicio.
Clicando una instancia podremos ver los comandos de esta.
- En quinto lugar, el grupo de comandos. Clicar sobre un grupo de comandos nos mos-
trara´ todos los comandos que contiene para que podamos ejecutarlos.
- Por u´ltimo, el comando. Si un comando no esta´ asociado a ningu´n grupo, saldra´
representado en la ra´ız del a´rbol con este icono. Podemos clicarlo para verlo y ejecutarlo.
Es importante estar familiarizado con que es cada cosa, para agilizar todo el proceso de
uso del BOPM.
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E.1.2 Uso del mo´dulo: Operacio´n ba´sica de servicios
Este mo´dulo nos ofrece la oportunidad de operar fa´cilmente con cualquier servicio. Parar un
apache en concreto, o ver el estado de este, son tareas que podemos hacer ra´pidamente. En
la parte derecha del mo´dulo, tenemos la siguiente tabla.
Figura E.2: Operacio´n ba´sica de servicios
Esta tabla contiene dos paneles: System Services y Programed Commands. Por el mo-
mento vamos a ver este primero.
Si clicamos encima de cualquier nodo (excepto grupos y comandos), veremos todos los
comandos de servicio que contiene el nodo (estos vienen dados por las instancias que hay
asociadas a cada ma´quina del entorno).
Si por ejemplo clicamos un entorno, veremos los comandos de todas las ma´quinas de este,
pero si clicamos un servicio de una ma´quina, solo los comandos de este servicio.
Por ejemplo, en el a´rbol anterior, clicamos apache, pasaremos a visualizar los comandos
que nos da el servicio apache a la ma´quina srvitsat.
Siempre que visualizemos un comando de servicio, tenemos a nuestra disposicio´n dos
opciones.
- Historico: Nos permite ver la salida de todas las ejecuciones del comando de servicio.
- Ejecucio´n: Nos permite ejecutar el comando de servicio.
Cuando ejecutemos un comando, nos saldra´ una ventana como en la figura E.3. Este
panel nos ira informando de todo lo que suceda, es posible que segu´n la conexio´n tarde ma´s
o menos en cargar. Finalmente una vez terminada la ejecucio´n visualizaremos el resultado.
Si no disponemos de permisos sobre la ma´quina a la que se ejecutara´ el comando o servicio,
e´sta no aparecera´ en la pantalla de resultados.
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Figura E.3: Operacio´n ba´sica de servicios
Podemos ver tambie´n resultados anteriores, pulsando sobre el icono del histo´rico. (Figura
E.4) Esta tabla nos muestra los datos de la ejecucio´n, si ha salido bien o se ha cancelado, y
el output de esta.
Figura E.4: Operacio´n ba´sica de servicios
De esta manera, localizando los servicios ra´pidamente en el a´rbol, podremos operarlos
fa´cilmente, con un solo click y en un momento, sin la necesidad de poner todo el comando
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v´ıa consola.
E.1.3 Uso del mo´dulo: Operacio´n ba´sica de comandos.
Cualquier usuario tambie´n puede utilizar los comandos que haya grabados en el sistema. Solo
que esta vez, hay que clicar el otro panel de la tabla.
Figura E.5: Operacio´n ba´sica de comandos
Si el entorno o grupo contiene comandos guardados, los vamos a visualizar aqu´ı. Los
comandos programados comparten dos opciones con los de servicio: Histo´rico y ejecucio´n,
que funcionan exactamente igual a lo visto. Adicionalmente tienen la opcio´n de verlos en
detalle, donde adema´s podremos ver a que ma´quinas o instancias afecta su ejecucio´n.
E.1.4 Uso del mo´dulo: Operaciones complejas
Si bien hasta ahora hemos visto la parte ba´sica, un administrador con ma´s capacidades podr´ıa
tener acceso a las siguientes funcionalidades: Creacio´n de SATcommands y de grupos.
E.1.4.1 SATCommand Panel
El uso de este panel es muy simple (aun as´ı, hay iconos con informacio´n para ayudar a
entender su uso). En primer lugar hay que entender que podemos seleccionar cualquier
comando en la select box superior.
Figura E.6: Operaciones complejas
Seleccionando -”estaremos indicando que queremos crear una nueva SATcommand, eligi-
endo otra, indicaremos que queremos editarla. Lo primero es darle un nombre. El nombre
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deber´ıa tener algu´n sentido, para facilitar su interpretacio´n y un usuario no podra´ tener dos
SATcommands propios con mismo nombre.
Cuando se vaya a definir la SATcommand, hay que definir cuatro cosas:
- Tipo de comando: Esto ba´sicamente es seleccionar si actuara´ sobre ma´quinas o
instancias de servicio, e influira´ en las opciones que tendremos para definir el filtro y el
comando.
- Grupo: El grupo al que se quiere asociar el comando.
- Filtro: Esta quiza´s, es la parte ma´s importante. Podemos definir el filtro mediante los
siguientes widgets.
Figura E.7: Operaciones complejas
Con la select box de la izquierda elegiremos el tipo de recurso a an˜adir al filtro, como
un entorno, una ma´quina, un sistema operativo. . . y mediante el input de la derecha,
introduciremos el valor. Disponemos de un autocompletado para ver las opciones y
adema´s, cualquier opcio´n acepta wildcards. Una vez introducido, podemos an˜adir el
recurso al filtro (icono +) y con el icono de la basura, vaciar todo el filtro.
Cuando hayamos introducido un elemento al filtro, lo visualizaremos en la tabla, pudi-
endo eliminarlo de ah´ı en cualquier momento. (Podemos jugar tanto como queramos
con los filtros, que hasta que no salvemos, no se modificara´ la base de datos).
A medida que construyamos el filtro, podemos ir viendo si es correcto pulsando el icono
del ojo del panel. Con este boto´n se visualizara´ el objetivo del filtro en una tabla con
el siguiente formato. (Figuro E.8)
Si se trata de un comando de tipo ma´quina, se mostrara´n las ma`quinas. Si en vez de
esto, el comando es de tipo servicio, la validacio´n de filtro se puede mostrar de dos
maneras.
- Si introducimos el nombre de un servicio podremos validar para ver los servicios
que hay en el sistema que cumplan los requisitos.
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Figura E.8: Operaciones complejas
- Si ya introducimos informacio´n ma´s espec´ıfica (una instancia o elegimos ya un
comando), se nos mostrara´ as´ı:
De esta manera, siempre podremos ver cua´l es el objetivo del filtro que estamos intro-
duciendo y comprobar que no nos equivocamos.
- Comando: Como el propio nombre indica, un SATcommand tiene que tener un co-
mando a ejecutar. Hay tres tipos de comandos, dependiendo del tipo definido.
- Maquina - REXEC: Ejecucio´n de un comando.
- Maquina - REXEC: Ejecucio´n de un script.
- Servicio - EXEC: Ejecucio´n de un comando de servicio.
Podremos introducir nuestra eleccio´n en el campo de mano derecha. Si es una SAT-
command de servicio, podremos visualizar, adicionalmente, los comandos disponibles
de nuestra eleccio´n.
Una vez definido todo, podremos proceder a probar el comando para ver que funciona,
antes de guardarlo en el sistema con el icono de los engranajes. El resultado de la ejecucio´n
se vera´ en un formato ide´ntico al visto anteriormente.
E.1.4.2 Grupos de comandos
Un grupo de comandos es un grupo que contiene varios SATcommands con el fin de disponer
de la informacio´n ma´s ordenada y accesible. Podemos crear nuevos grupos entrando en el
panel de grupos desde el mo´dulo BOPM.
El panel en si es similar al visto anteriormente, pero mucho ma´s simple. De igual modo
que en el de comandos, podremos seleccionar --”para crear un nuevo grupo o elegir uno ya
hecho para editarlo. Seleccionando un entorno podremos asignar dicho grupo al entorno y
todos los usuarios que utilicen el mo´dulo, pasara´n a visualizarlo en el a´rbol.
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Figura E.9: Operaciones complejas
De igual manera, seleccionando un grupo ya existente en el panel, nos saldra´n los coman-
dos asociados. Podemos pues, eliminar un comando de un grupo simplemente pulsando la
X.
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