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   Tato diplomová práce se zabývá technologiemi přenosu dat přes bezdrátové 
prostředí. Práce se věnuje možnostem optimalizace přenosu v bezdrátové síti 
především z pohledu omezování vlivů rušení. 
   V první části je proveden teoretický rozbor a vývoj standardů pro bezdrátovou 
technologii. Jsou zde uvedeny metody a principy přístupu k bezdrátovému médiu. 
   Ve druhé části je provedeno praktické měření a testování vnitřní bezdrátové sítě 
s ohledem na zkoumání vlivů rušení. Měření se zaměřilo na vzájemné rušení 
bezdrátových přístupových bodů a neřešilo vliv rušení vlivem meteorologických 
vlivů. 
Následně je rozebrán a testován vliv rušení mikrovlnnou troubou na uvedenou 
bezdrátovou síť. 
   Dále je na praktických ukázkách rozebrán vliv rušení ve venkovním prostředí. 
Jsou zde uvedeny praktické příklady rušení sítí jednotlivých providerů v daném 
území a jsou uvedeny možnosti řešení těchto interferencí.  
  V další části práce je rozebrána a popsána bezdrátová sít v daném území. Je 
zde popsán způsob jak předcházet vzájemnému rušení a případně jak toto 
vzájemné rušení potlačit.  
  Následně je daná síť optimalizována s ohledem na vzrůstající počet zákazníků a 
dnešní možnosti použití nových a výkonnějších prvků pro bezdrátový přenos. 
   V další části jsou navrženy dvě laboratorní úlohy. Jedna je zaměřena na 
praktické měření a testování parametrů bezdrátové sítě, druhá na simulaci 





   This thesis is concerned the technology with technologies of transfer through 
wireless devices. It is about possibilities of optimization of transfer in wireless net, 
especially of the reduction of interference influence.  
   The first part is about theory and the standards development of wireless 
technology. There are methods and principles used in wireless technologies. 
   The second part is a practical measuring and testing of an internal wireless net, 
with the emphasis being on the source of interference influence. Measuring was 
focused on interference between access points and was not about meteorological 
influence. It continues with theory and testing of interference of the microwave 
oven in our wireless net. 
   Then, it is a practical demonstration of interference in an external environment. 
There are practical examples of interference between different providers’ nets on 
the same area and solutions to prevent or to cancel this interference. 
   In next part of work the wireless net is parsed and described in a given territory.  
Here is described the way how to precede the reciprocal interference and 
eventually how this mutual disturbance suppress. 
   Consequently, our net is optimized for customer growth and for today’s options 
of newer and more powerful components for wireless transfer. 
   Finally there are two laboratory tasks. The first one is about practical measuring 
and testing of wireless net’s parameters and the second one is about simulation of 
wireless networks in the Opnet program. 
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Seznam použitých zkratek 
 
WiFi   (Wireless Fidelity)   
IEEE   (Institute of Electrical and Electronics Engineers) 
FHSS  (Frequency Hopping Spread Spectrum) 
DSSS  (Direct Sequence Spread Spectrum) 
OFDM  (Orthogonal Frequency Divisin Multiplexing) 
CSMA/CA  (Carrier Sense Multiple Access/Collision Avoidance) 
CSMS/CD  (Carrier Sense Multiple Access/Collision Detection) 
PCF   (Point Coordination Function) 
DCF   (Distributed Coordination Function) 
PC   (PC station)  
NOT  (Notebook) 
AP   (Access Point) 
WiMax  (Worldwide Interoperability for Microwave Access) 
WON   (Wireless Optical Networks) 
DIFS  (Distributed Inter Frame Space)  
RTS   (Request to Send)  
CTS   (Clear to Send)   
ACK   (Acknowledge) 
NAV   (Network Allocation Vector)  
WLAN  (Wireless Local Area Network) 
WPAN  (Wireless Personal Area Network) 
MIMO  (Multiple Input/Multiple Output) 
QoS  (Quality of Service)   
LTE   (Long Term Evolution)   
UMB   (Ultra Mobile Broadband) 
BWA  (Broadband Wireless Access) 
RAP  (Roof-top access point) 
























   Bezdrátové síťové technologie představují jednu z nejrychleji se rozvíjejících 
oblastí telekomunikační technologie. Představují velmi perspektivní alternativu pro 
řešení přístupových sítí. V posledních letech získávají na své oblibě, a to hlavně 
díky jednoduchosti a rychlosti instalace a dnes už dostatečně velké přenosové 
rychlosti. 
   První bezdrátové sítě byly řešeny jako náhrada klasických kabelových sítí, a to 
v místech, kde bylo složité a velmi nákladné instalovat klasické kabelové rozvody 
nebo v místech, kde bylo zapotřebí jen krátkodobého připojení do sítě. Zpočátku 
bezdrátové sítě jen velmi těžko konkurovali kabelovým z důvodu mnohem vyšší 
ceny a velmi malé přenosové rychlosti. První verze bezdrátových sítí nabízely 
rychlosti 1 a 2 Mbit/s, zatímco ethernet v té době pracoval s rychlostmi okolo 10 
Mbit/s. 
   S postupem času se ale situace začala měnit. Institut IEEE pracoval na 
vylepšení daných standardů a v dalších verzích se už objevovaly parametry, které 
mohly snadno konkurovat kabelovým rozvodům, především v přenosové rychlosti. 
V dnešní době jsou k dispozici teoretické rychlosti až 54 Mbit/s. Klesala i cena 
zařízení nutných k instalaci bezdrátového připojení. 
   S tímto velkým rozvojem se začaly objevovat problémy a z toho plynoucí 
nevýhody bezdrátového připojení, které vyplývají z podstaty přenosu dat rádiovým 
spektrem. Přenos dat probíhá na dané frekvenci, kterou může používat i jiná 
technologie a může tak docházet k vzájemnému rušení. K dalším problémům patří 
vícecestné šíření signálu, či sdílený přístup k bezdrátovému přenosovému kanálu. 
Svůj vliv na přenos rádiovým kanálem mají také meteorologické jevy, díky kterým 
může dojít k výpadkům sítě. 
   Tato práce se zabývá bezdrátovými technologiemi. Má za úkol přehledně 
shrnout jednotlivé standardy, provést jejich porovnání.  
   Dále se zabývá zkoumáním rušivých vlivů na bezdrátový přenos dat a hledá 
možná východiska a řešení tohoto problému. Bude provedeno měření a testování 
bezdrátové sítě s ohledem na vliv rušení. Dostupnými metodami bude rušení 
účinně potlačeno. 
   Dále budou navrženy dvě laboratorní úlohy. První z nich jako teoretický návrh 
měření na venkovní bezdrátové síti, druhá bude zaměřena na simulaci 
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2 Rozdělení a výhody bezdrátových sítí 
 
2.1 Základní dělení bezdrátových sítí 
 




a může být provozována ve: 
• vnitřních prostorech – malý dosah 
• venkovním prostranství – velký dosah  
 
2.2 Výhody bezdrátové sítě 
 
   Výhody bezdrátových sítí můžeme rozdělit do čtyř kategorií:  
 
a) mobilita:  
- jak vyplývá z názvu, nejdůležitějším faktorem bezdrátové sítě je 
nezávislost na strukturované kabeláži, tedy svoboda pohybu.  
 
b) přizpůsobitelnost: 
- je schopnost rozšířit síť po její počáteční konfiguraci. Oproti klasické síti 
má bezdrátová mnoho výhod. Není potřeba hledat volné porty na 
rozbočovači, ani tahat kabeláž. Nový klient pouze vyhledá dostupnou 
bezdrátovou síť a k ní se připojí. Bezdrátové přístupové body mohou 
podporovat až 150 uživatelů (závisí na kvalitě AP a provozu v síti). 
 
c) úspory nákladů: 
- touto úsporou je hlavně myšleno ušetření nákladů na pokládku 
kabelizace, která v některých případech může být dosti náročná. 
 
d) flexibilita:   
- spočívá v možnosti přístupu do bezdrátové sítě z mnoha míst, a to hlavně 
z míst, kde se kabelem zapojené počítače nedostanou.  
 
 
2.3 Provedení bezdrátových sítí podle typu signálu 
 
Provedení bezdrátových sítí může být nejen rádiové, ale i optické či infračervené. 
   Nejčastější provedení bezdrátové sítě je radiové, vyznačující se malým, až 
středním dosahem (jednotky až stovky metrů). Tento typ šíření signálu je vhodný 
pro běžné použití (domácnosti, podnikové sítě). 
   Optické bezdrátové sítě (WON, Wireless Optical Networks) mají své začátky 
v 60. letech, ale jejich využití přichází na řadu až nyní, kdy je potřeba stále větší 
přenosová kapacita. Požadavkem této technologie je přímá viditelnost. Překážky 
typu domu, kopce nebo stromu vážně narušují komunikaci mezi vysílačem a 
přijímačem signálu. Náhodné překážky mohou komunikaci i přerušit. WON se 
vyznačují vysokou kapacitou přenosu dosahující až rychlosti světla. Jsou vhodné 
pro přenos hlasu, dat i obrazu rychlostmi nejčastěji 155 Mbit/s nebo 622 Mbit/s, 
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testované jsou i rychlosti do řádově Gbit/s (momentálně do 2,7 Gbit/s). 
Spolehlivost těchto sítí závisí na vzdálenosti přijímače a vysílače. Čím kratší 
vzdálenost, tím větší spolehlivost spoje. Tento typ sítě je vhodný pro komunikaci 
mezi budovami a pro podnikové sítě, kde se kladou vysoké nároky na přenos dat 
a kapacitu sítě.  
   Infračervené sítě mají malý dosah, ale jejich hlavní výhodou je větší bezpečnost 
vůči odposlechu vně místnosti. Nevýhoda tohoto typu je v neprůchodnosti signálu 
neprůhlednými překážkami. Většinou pracují v jedné místnosti a nejsou pro přenos 
dat nijak zajímavé. Pracují s vlnovou délkou 850 – 950nm. 
  
3 IEEE (Institute of Electrical and Electronics Engineers) 
 
 
   Bezdrátové sítě specifikuje standart od organizace IEEE (Institute of Electrical 
and Electronics Engineers). Podvýbor IEEE 802 zabývající se specifikací lokálních 
a metropolitních sítí zahájil tvorbu standardu v r. 1990. Zabýval se prací na 
funkčních požadavcích, protokolu řízení přístupu k bezdrátovému přenosovému 
prostředku a na specifikaci požadované šířky pásma pro přenos dat. Norma byla 
dokončena v červnu r. 1997. V rámci této normy se specifikují bezdrátové sítě 
WLAN (Wireless Local Area Network).  
 
3.1 Typy podvýborů IEEE 
IEEE 802.11 - Bezdrátové lokální sítě (Wireless Local Area Network, WLAN) 
IEEE 802.15 - Bezdrátové osobní sítě (Wireless Personal Area Network, 
WPAN) s krátkým dosahem, maximálně desítky metrů 
IEEE 802.16 - Širokopásmový bezdrátový přístup (bezdrátové metropolitní sítě 
MAN) 
 
4 Přehled standardů pro bezdrátové technologie 
 
4.1 První bezdrátový standard 
 
   První bezdrátová norma IEEE byla přijata v roce 1997 a byla nazývána IEEE 
802.11. Zahrnovala všechny dostupné přenosové technologie, jako DSSS, FHSS 
či infračervený přenos. Tato norma pracovala ve frekvenčním pásmu 2,4 GHz 
s maximální přenosovou rychlostí 1Mbit/s a 2Mbit/s. Vylepšení této normy bylo 
pojmenováno 802.11 High Rate pro svojí větší přenosovou rychlost. Tato rychlost 
dosahovala až 11Mbit/s. V roce 1999 došlo k přejmenování této normy na IEEE 
802.11b. 
 
V dnešní době se používají tři typy WLAN, které jsou nástupcem a vylepšením 
původní normy 802.11. Tato stará norma se dnes již nevyužívá. 
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4.2 IEEE 802.11b 
 
   Norma IEEE 802.11b přezdívaná též jako WIFI (Wireless Fidelity) či High Rate 
DSSS, vychází z původní normy 802.11. Definuje systém založený na technologii 
DSSS a pracující na rychlostech 1, 2, 5,5 a 11Mb/s.  Pracuje v pásmu 2,4 GHz 
s dosahem do vzdálenosti 100 – 300m a s maximální teoretickou přenosovou 
kapacitou na fyzické vrstvě 11Mbit/s. Ale pro všechny WLAN platí, že přenosová 
rychlost na fyzické vrstvě se podle situace mění. 11 Mbit/s je tedy maximální 
rychlost na fyzické vrstvě a té lze dosáhnout pouze na malou vzdálenost a bez 
rušivých vlivů na přenos. Uživatelská přenosová reálná rychlost u klasické WI-FI 
dosahuje maximálně 6 Mbit/s. V České republice se pro tuto technologii používá 
13 kanálů v rozsahu kmitočtů od 2,412 – 2,472 GHz. Odstup mezi kanály je 5 
MHz. 
 















Tab. 1: Rozdělení kanálů v pásmu 2,4GHz 
 
   Norma 802.11b brzy začala mít problém s přeplněním frekvenčního pásma a 
byly kladeny větší nároky na přenosovou rychlost. Proto se začalo pracovat na 
novém standardu, který by pokryl náročné požadavky. Organizace IEEE začala 
pracovat na standardu 802.11a. 
 
4.3 IEEE 802.11a 
 
   Norma IEEE 802.11a byla schválena brzy po 802.11b. Práce na ní ale začaly 
dříve než na 802.11b. Vyžádala si ale delší čas vzhledem ke složitějšímu způsobu 
přenosu dat na fyzické vrstvě. Norma pracuje ve frekvenčním pásmu 5GHz (5,15 
– 5,25GHz, 5,25 – 5,35Ghz a 5,725 – 5,825GHz). Toto pásmo se dělí do dvanácti 
20MHz kanálů. Frekvenční pásmo je širokým otevřeným pásmem, které poskytuje 
více kanálů a větší šířku pásma pro bezdrátový přenos dat. Norma se začala 
prosazovat až v roce 2002, kdy výrobci začali vyrábět zařízení podporující tuto 
technologii v rozumné cenové kategorii. Norma 802.11a nabízí výrazně vyšší 
teoretickou přenosovou rychlost: 54 Mbit/s. Ovšem reálná přenosová rychlost se 
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pohybuje kolem 35 Mbit/s. Specifikace umožňuje datové rychlosti 6, 9, 12, 18, 24, 
36, 48 a 54 Mbit/s. Reálně dosahuje přenosové rychlosti okolo 30 – 36 Mbit/s. 
   Výhoda 802.11a oproti 802.11b není ale jen ve výrazně vyšší přenosové 
rychlosti, ale také v použitém kmitočtu 5 GHz. Tento kmitočet je méně vytížen a 
dovoluje použití více kanálů bez vzájemného rušení. 
   Nevýhoda tohoto standardu je ve zpětné kompatibilitě s ostatními systémy (jiné 
frekvenční pásmo) a pak také ve vyšší ceně. 
 
4.4 IEEE 802.11g 
 
   V roce 2003 vyšla nová specifikace, a to IEEE 802.11g (“Higher Speed Physical 
Layer (PHY) Extension to IEEE 802.11b“). Jedná se o rychlejší verzi WIFI 
pracující ve stejném bezlicenčním  pásmu 2,4 GHz jako u 802.11b s maximální 
teoretickou přenosovou rychlostí na fyzické vrstvě 54 Mbit/s. Vyšší rychlosti jsou 
dosaženy využitím efektivnějšího kódování založeného na technologii OFDM 
(Orthogonal Frequency Divisin Multiplexing). 802.11g je zpětně slučitelná 
s 802.11b, tedy v jedné síti mohou pracovat klienti obou typů sítí. Výkonnost sítě 
802.11g závisí na tom, zda se v síti vyskytují klienti jak 802.11b, tak i 802.11g. 
V síti pouze s klienty 802.11g je výkonnost sítě prakticky shodná s 802.11a, tedy 
kolem 30 Mbit/s. 
    Pokud jsou v síti přítomni klienti WI-FI, tak se reálná propustnost sítě snižuje až 
na trojnásobek (8 Mbit/s). To je dáno tím, že klienti WI-FI nerozumí komunikaci 
s OFDM, proto 802.11g obsahuje mechanizmus RTS/CTS pro koexistenci obou 
těchto klientů v jedné síti. Pokud dojede ke kolizi v síti, musí si klient zvolit 
náhodně dlouhou dobu čekání, než se může znovu pokusit o vysílání. Tuto dobu 
si volí výběrem jednoho z časových úseků. U WI-FI je jich k dispozici 31 o délce 
20µs, u 802.11g pouze 15 o délce 9µs. Z toho vyplývá, že v síti pouze s klienty 
802.11g je kratší doba čekání a tedy lepší výkonnost sítě zejména s rostoucím 
počtem uživatelů. Pokud se do sítě připojí uživatel WI-FI, přejde 802.11g na režim 
s delší dobou čekání. 
 
 
4.5 IEEE 802.11n 
 
   V průběhu roku 2004 předložili členové WiFi aliance základní návrhy pro 
připravovanou normu 802.11n. Tento standard má přiblížit rychlosti bezdrátové 
sítě současným 100Mb/s  ethernetovým sítím. 
   Základem tohoto standardu je technologie MIMO [10], která využívá podporu 
tzv. chytrých antén. 
   V současné nejvyšší specifikaci 802.11n Draft 2.0 [10] lze dosáhnout maximálně 
tří set megabitů za sekundu na fyzické vrstvě. 
   Jedním ze zařízení, které podporuje novou technologii, je bezdrátový směrovač 
AiLive WN-5000R - Obr. 1. Toto zařízení podporuje Draft 2.0 technologie 802.11n 
[10], což mu dává schopnost komunikace rychlostí až 300 Mb/s. Antény, které 
jsou součástí zařízení, nelze odejmout, což je u těchto prvků běžné. Bezdrátové 
prvky postavené na technologii MIMO obsahují funkční algoritmy, které jsou 
upraveny na míru vždy osazeným anténám u daného prvku. Změna antén by 























Obr. 1: Bezdrátový směrovač AiLive WN-5000R s technologií 802.11n [10] 
 
   Součástí vnitřní bezdrátové sítě v technologii 802.11n musí být také kvalitní 
přijímací zařízení např. v podobě klientské bezdrátové karty. Jedním z těchto 




















Obr. 2: PCI karta AirLive WN-5000PCI po osazení trojicí dodávaných antén [10] 
 
4.6 Přehled standardů IEEE 802.11 
 
Standard Modulace Přenosová rychlost Frekvenční pásmo 
802.11 FHSS DSSS 2 Mbps 2.4 GHz 
802.11a OFDM 54 Mbps 5 GHz 
802.11b DSSS 11 Mbps 2.4 GHz 
802.11g OFDM DSSS 
54 Mbps 
11 Mbps 2.4 GHz 
 
Tab. 2: Přehled standardů IEEE 802.11 
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4.7 Doplňky ve WLAN sítích 
 
   K základním třem typům WLAN byly vypracovány ještě následující specifikace, 
které doplňují všechny základní normy 802.11a/b/g. Jde o [9]: 
802.11d(2001) – rozšíření základní normy pro mezinárodní oblasti s odlišnými 
principy regulace 
 
802.11e(2005) – součástí základní specifikace u WLAN nebyla podpora kvality 
služeb QoS(Quality of Service) na spojové vrstvě. S rozšířením interaktivních 
aplikací (např.VoIP či video v reálném čase) bylo třeba zajistit tuto službu. Doplněk 
802.11e zavádí mechanizmus QoS také do WLAN. Nejčastější aplikací, která 
vyžaduje QoS, je přenos hlasu v reálném čase – VoIP over WLAN.  
 
802.11f(2003) – tento doplněk základní normy umožňuje spolupráci přístupových 
bodů od různých výrobců tzv. roaming. Specifikuje potřebnou výměnu informací 
mezi přístupovými body tak, aby mohly v rámci jednoho distribučního systému 
spolupracovat různé přístupové body. Pro tuto komunikaci definuje protokol IAPP 
(Inter-Access Point Protokol).  
   
802.11h(2003) – rozšíření 802.11a pro použití v Evropě. Tato specifikace slouží 
pro zamezení  vzájemného rušení mezi systémy pracující v pásmu 5 GHz. 
 
802.11i(2004) – doplněk 802.11a/b/g pro autentizaci uživatele i přístupového 
bodu, utajení, zabezpečení (WEP, WPA aWPA2) a integritu dat.  
 
802.11j(2004) – doplněk pro využití pásma 4,9 – 5 GHz v Japonsku 
 
Další dodatky uvedeme pouze ve zkratce: [9] 
• IEEE 802.11c - Bezdrátové přemostění (bridge); obsaženo v IEEE 802.1D standardu 
(2001) 
• IEEE 802.11k - Vylepšení správy rádio zdrojů pro vysoké frekvence. (Navazuje na IEEE 
802.11j) 
• IEEE 802.11l - (rezervováno a nebude použito) 
• IEEE 802.11m - Správa standardu: přenosové metody a drobné úpravy. 
• IEEE 802.11n - Vylepšení pro vyšší datovou propustnost 
• IEEE 802.11o - (rezervováno a nebude použito) 
• IEEE 802.11p - Bezdrátový přístup pro pohyblivé prostředí (auta, vlaky, sanitky) 
• IEEE 802.11q - (rezervováno a nebude použito, aby se nepletlo s 802.1Q) 
• IEEE 802.11r - Rychlé přesuny mezi přístupovými body (roaming) 
• IEEE 802.11s - Samoorganizující se bezdrátové sítě. (ESS Mesh Networking) 
• IEEE 802.11T - Předpověď bezdrátového výkonu - testovací metody 
• IEEE 802.11u - Spolupráce se sítěmi mimo 802 standardy (například s mobilními sítěmi) 
• IEEE 802.11v - Správa bezdrátových sítí (konfigurace klientských zařízení během 
připojení) 
• IEEE 802.11w - Chráněné servisní rámce 
• IEEE 802.11x - (rezervováno a nebude použito) 
• IEEE 802.11y - Pro běh ve frekvenčním pásmu 3650 - 3700 MHz (veřejné pásmo v USA) 
   802.11F a 802.11T nejsou dodatky ke standardu IEEE 802.11. Jsou to 
samostatné dokumenty. Proto k odlišení obsahují velké písmeno. 
Diplomová práce 
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5 Architektury ve WLAN sítích 
 
   Existují základní tři typy architektur: 
 
• Ad-Hoc architektura 
• architektura jedné buňky s přístupovým bodem 




5.1 Ad-Hoc architektura 
 
   Tato architektura vytváří spojení rovný s rovným (peer-to-peer), označované 
také jako BSS (Basic Service Set). Neexistuje žádný centrální bod řízení. Pokud 






















5.2 Architektura s distribučním systémem 
 
   Tato architektura se označuje jako DSS (Distibution Service Set), případně ESS 
(Extended Service Set). Architektura s distribučním systémem je tvořena 
distribuční sítí, přístupovými body a bezdrátovými stanicemi. Takto navržená 
architektura slouží pro zajištění komunikace mezi jednotlivými částmi sítě a je zde 































6 Rozprostřené spektrum 
 
 
   Bezdrátové sítě využívají pro svůj přenos technologii přenosu dat 
s rozprostřeným spektrem. U této technologie je signál vysílán s nižším vysílacím 
výkonem, ale pro přenos je využita větší šířka přenosového pásma. Díky této 
technologii se dociluje výborné odolnosti proti úzkopásmovému rušení.  
   Klasické rádiové systémy používají pro přenos úzkopásmový signál, který má 
vysokou úroveň vysílaného signálu. Tím je docílena přijatelná hodnota poměru 
signál/šum nutná k detekci daného signálu. 
 
Existují dvě technologie přenosu s rozprostřeným spektrem: 
 
- Frequency Hopping Spread Spectrum – FHSS 




6.1 Technologie Frequency Hopping Spread Spectrum (FHSS) 
 
 
   Tato technika byla původně vyvinuta pro vojenské a zpravodajské účely na 
počátku druhé světové války.  
   U této technologie spočívá přenos v pseudonáhodné změně nosného kmitočtu 
během vysílání. Posloupnost frekvencí, které budou postupně využity pro přenos 
(jako nosná frekvence), bývá dána generátorem pseudonáhodných čísel a vytváří 
tak vlastní „spreading code“. Přenosové pásmo je rozděleno na 79 kanálů o šířce 
1 MHz (šířka 83,5 MHz). 
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Obr. 5: Princip technologie FHSS 
 
 
   Nutným požadavkem při této komunikaci je dodržení správné synchronizace 
mezi vysílačem a přijímačem. To znamená, že vysílač i přijímač musí využívat 
stejnou pseudonáhodnou posloupnost nosného kmitočtu. U tohoto přenosu se 
definují dva časové úseky. Jedná se o „dwell time“ označovaný jako doba přenosu 
na jednom nosném kmitočtu a „hop time“ časový interval nutný pro přeladění na 
nový nosný kmitočet. Charakteristická hodnota pro „dwell time“ je 400ms a pro 
„hop time“ 200 až 300 µs. Tyto dva časové intervaly musí přijímač i vysílač také 
dodržet.  
 
   Výhody u této technologie jsou dány použitým mechanizmem. Přecházení mezi 
frekvencemi komplikuje možnosti nežádoucího odposlechu, protože narušitel slyší 
vždy jen malé části zpráv na dané frekvenci. Výskyt rušení na jedné frekvenci není 
pro tuto metodu kritický, protože přenos bude za daný čas probíhat na frekvenci 
jiné, kde se mohou ztracená data přenést znovu. Technologie FHSS se vyznačuje 
snadnou implementací a tím, že se pro přenos využívá pouze malá část spektra. 
Je vhodná pro přenosové rychlosti 1 až 3 Mbit/s. Pro konečnou modulaci je 
použita metoda FSK (Frequency-Shift-Keying). 
   K jejím nedostatkům patří snadnější detekce jednotlivých signálů a menší 
robustnost oproti DSSS viz dále. V této době se již tato metoda nepoužívá. 
 
  
6.2 Technologie Direct Sequence Spread Spectrum (DSSS) 
 
 
   Technologie DSSS (technika přímého rozprostřeného spektra) představuje 
výpočetně náročné řešení. Technologie DSSS pracuje na principu rozdělení 
dostupného kmitočtového pásma na několik částečně se překrývajících 
kmitočtových pásem (kanálů), o šířce 22 MHz. Při použití nelicencovaného pásma 
2,4 až 2,4835 GHz je možné použít maximálně 3 nezávislé systémy, které se 
nebudou vzájemně rušit.  
Diplomová práce 































Obr. 6: Překrývání kanálů u technologie DSSS 
 
 
   K přenosu dat se používá pseudonáhodný binární řetězec zvaný čipový 
(chipping) kód. Několik bitů reprezentuje jeden bit informace. Ty se přenášejí ve 
stejném časovém úseku, který by byl třeba k přenosu jednoho bitu. Přijímač 
používá filtrační korelátor pro úpravu „rozprostřeného formátu" dat, dochází k 
odstranění čipového kódu a získání původních dat. 
   Technologie DSSS používá tři modulační metody, každá z těchto metod 
poskytuje jinou přenosovou rychlost. Pro standard 802.11 se používá diferenciální 
binární klíčování fázovým posunem DBPSK (Differential Binary Phase-Shifi 
Keying) pro přenosovou rychlost 1 Mbit/s a diferenciální kvadraturní klíčování 
fázovým posuvem (DQPSK, Differential Quadrature Phase-Shifi Keying) pro 
přenosovou rychlost 2 Mbit/s. 
   Pro standard 802.11b se používá třetí metoda DSSS (High Rate DSSS), a to 
klíčování doplňkovým kódem CCK (Complementary Code Keying). Při použití 
metody DQPSK pro modulaci signálu dosahuje metoda CCK rychlosti přenosu dat 
5,5 Mbit/s nebo 11 Mbit/s rozdělením čipového kódu používaného pro přenos dat 
do řady 8-bitových symbolů.  
 
   K přenosu dat se může použít libovolný kanál, který si může dané zařízení zvolit 
samo. A to podle parametru kanálu (útlum, rušení). Pokud se v určité lokalitě 
vyskytuje více zařízení využívající technologii DSSS, je žádoucí, aby každý 
využíval jiný kanál. Předejde se tak vzájemnému rušení. 
Diplomová práce 
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   Výskyt kolizí u technologie DSSS není kritický, stejně jako u FHSS, ale zde se 
ztracené informace dají dopočítat z informací o redundancích. DSSS je vhodné 
použít pro přenosové rychlosti 2 až 20 Mbit/s. 
   K výhodám tohoto systému patří kódování na straně vysílače, které komplikuje 
možnosti nežádoucího odposlechu. 
 
 
6.3 Technologie OFDM (Orthogonal Fequency Division Multiplex) 
 
    
   OFDM, neboli ortogonální frekvenční multiplex, rozšiřuje původní normu 802.11 
a vyznačuje se vysokými přenosovými rychlostmi přenosu dat, které dosahují až 
54 Mbit/s. Tato technika se používá u standardu 802.11a a 802.11g. 
   U této techniky přenosu dat se místo vytváření velkého datového kanálu, jak je 
to u DSSS, vysílají bity přes několik podkanálů pracujících paralelně na různých 
frekvencích. Výsledná rychlost přenosu je pak dána součtem rychlostí 
v jednotlivých podkanálech. Výsledkem je vysoká propustnost.  
   U standardu 802.11a pracujícím ve frekvenčním pásmu 5 GHz, má každý kanál 
šířku 20 MHz, s 52 pomocnými nosnými vlnami. 
 
 
Obr. 7: Technologie OFDM u 802.11a 
 
   Technologie OFDM podporuje několik rychlostí přenosu dat využitím různých 
typů frekvenční modulace. Tyto rychlosti přenosu dat u OFDM jsou 6 a 9 Mbit/s, 
12 a 18 Mbit/s, 24 a 36 Mbit/s, 48 a 54 Mbit/s. První dvě používají DBPSK, další 
dvě DQPSK. Třetí dvojice přidává k DBPSK kvadraturní amplitudovou modulaci 
(QAM). Dvojice hodnot 48 a 54 Mbit/s kombinuje QAM s DQPSK.    
   Obdobně jako klíčování fázovým posuvem, vyjadřuje modulace QAM kódování z 
hlediska datových bitů na symbol. 16-QAM používaná pro OFDM 24 a 26 Mbit/s 
provádí kódování čtyř datových bitů za použití 16 symbolů na podkanál. 64-QAM 
používaná pro 48 a 54 Mbit/s používá 64 symbolů pro kódování 16 bitů na 
podkanál. 
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6.4 Přístupová metoda CSMA/CA 
 
   Na rozdíl od ethernetu, který používá metodu CSMA/CD (mnohonásobný přístup 
s nasloucháním nosné a s detekcí kolizí), je u 802.11 jako protokol řízení ke 
sdílenému médiu použita metoda mnohonásobného přístupu s nasloucháním 
nosné a vyvarování se kolizí (CSMA/CA). První metodu nelze u 802.11 použít 
z důvodu nemožnosti detekce kolizí. Uzel, který sám vysílá, nedokáže spolehlivě 
detekovat současné vysílání jiných uzlů (vlastní vysílání přehlušuje vysílání jiných 
uzlů). Hlavní důvod je, že v bezdrátovém prostředí nemůžeme předpokládat, že se 
všechny stanice navzájem slyší. Pokud daná stanice neslyší žádné vysílání, ještě 
neznamená, že vzdálená stanice nekomunikuje s přístupovým bodem, ale pro naši 
stanici je komunikace skryta. Proto se používá metoda CSMA/CA – předcházení 
kolizí. 
 
6.5 Princip metody CSMA/CA 
   Stanice, která chce odeslat data, nejprve naslouchá na médiu po určitou dobu 
DIFS (Distributed Inter Frame Space). Pokud se jeví jako neobsazené, vyšle 
krátký paket RTS (Request to Send – žádost o vysílání) s údajem o velikosti 
hlavního datového paketu a délce trvání přenosu. Pokud příjemce žádost 
zaslechne, odpoví na ni paketem CTS (Clear to Send – volno k vysílání). Poté 
zdroj data vyšle a počká na potvrzení (ACK) od cílové stanice. Pokud dojde ACK 
v pořádku, kolize nenastala. 
   Všechny stanice, které přijmou (uslyší) vyslání paketu RTS nebo CTS, nastaví 
svůj indikátor virtuální nosné (NAV - Network Allocation Vector) na danou délku 
trvání. Po tuto dobu se stanice nebudou snažit o vysílání.  
   Tímto se sníží pravděpodobnost kolize. I stanice, ke které se nedostane paket 
RTS od vysílající stanice, obdrží od přijímací stanice paket CTS a tím považuje po 
danou dobu médium za obsazené. 
   Snižuje se také režie kolizí, protože pakety RTS/CTS jsou výrazně kratší než 
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6.6 Režim komunikace DCF a PCF 
 
   Standard 802.11 pro přístup k médiu umožňuje dva režimy komunikace.        
   Jedná se o režim DCF (Distributed Coordination Function), který zajišťuje 
koordinaci přístupu k rádiovému kanálu, ale nepodporuje priority přístupu a 
negarantuje zpoždění ani šířku pásma. Tento režim je vhodný pro asynchronní 
datové přenosy. 
   Režim PCF (Point Coordination Function) pracuje na principu vysílání rámce 
beacon. Přístupové body tyto rámce vysílají periodicky a sdělují stanicím v síti 
specifické parametry pro identifikaci a management. Stanice na základě výzvy 
získá povolení ke garantovanému vysílání na dobu, po kterou nemusí o médium 
s nikým jiným bojovat. Tento se režim je určen pro synchronní datové přenosy a 

















Obr. 9: Struktura vrstev u bezdrátové komunikace 
 
 
6.7 MIMO (Multiple Input/Multiple Output) 
 
   Technologie MIMO pracuje na bázi vysílání několika signálů různými cestami. 
K tomuto používá více antén, a to jak u vysílače, tak i přijímače. Propustnost 
těchto sítí se pak zvyšuje zvýšením počtu antén. Teoreticky je tak možné zvyšovat 
propustnost těchto sítě neomezeně. Prakticky se nyní uvažuje o použití čtyřech 
vnitřních anténách (menší dosah) a šestnácti anténách pro metropolitní sítě. 
Anténám, které využívají technologii MIMO, se také říká „chytré antény“. 
   MIMO technologii vyvinuli v Bell Labs v 70. letech [12], kde se používala ve 
firemních řešeních k prodloužení dosahu WLAN.  
   MIMO přísluší k nejnižší, tedy fyzické vrstvě přenosového systému, takže jej lze 
uplatnit prakticky pro jakýkoli bezdrátový přenosový protokol vyšší vrstvy [11]. Buď 
se dá použít pro zvýšení přenosové kapacity díky paralelnímu vysílání (o což jde u 



























Obr. 9: Princip komunikace v technologii MIMO 
    
   Algoritmy uplatněné v čipové sadě vysílače vysílají informace jednotlivými 
anténami. Signály se odrážejí od překážek a šíří se různými cestami, což v 
konvenčních systémech může vést k rušení a útlumu signálu (multipath distortion). 
V MIMO se však prostřednictvím více cest získává na propustnosti celého 
přenosového systému. Na straně přijímače jsou přijaté signály přijaty více 
anténami a zkombinovány prostřednictvím chytrých algoritmů: na základě matice 
manipulace specifikující zpracování signálu (podle cesty a příslušného útlumu) a 
detekce cesty, kterou signál přišel, se signály korelují (a současně se "vyruší" 
rušení). MIMO systémy si také mohou pro větší spolehlivost vybrat ty antény, které 
zajistí nejčistší signál. [11] 
 
   MIMO ale stále čeká na rozsáhlé ověření v praxi. Pro větší uplatnění je potřeba 
vyřešit záležitosti kolem energetické náročnosti a celkových nákladů. Tam, kde se 
díky MIMO sníží počet potřebných základnových stanic, se vyšší náklady projeví 
při pořizování WLAN karet. V tomto okamžiku se technologie MIMO neuplatňuje v 
malých domácích nebo podnikových sítích, ale větší uplatnění má ve větších sítích 
WLAN, kde je zapotřebí vyšší kapacity. 
 
   Firma Airgo v roce 2005 přišla jako první s MIMO implementací pro WLAN [11], 















   Technologie WiMAX (Worldwide Interoperability for Microwave Access) [12] je 
určená pro širokopásmový bezdrátový přístup v rozsáhlých datových sítích typu 
MAN a pracuje v licencovaném frekvenčním pásmu 3,5 GHz dle normy 802.16d 
(pevný WiMax).  Poskytovatelé, kteří využívají technologii WiMAX, umí překlenout 
poslední míli i systematicky pokrýt rozsáhlá území. Díky svým dobrým vlastnostem 
je technologie WiMAX používána pro výstavbu bezdrátových sítí 
telekomunikačních operátorů a ISP.  V sítích postavených na této technologii lze 
garantovat kvalitu služeb (QoS), garanci přístupových rychlostí i garanci 
parametrů pro IP telefonii (VoIP).  
   Díky vyššímu vysílacímu výkonu a použití směrových antén umožňuje např. ve 




















Obr. 10: Použití (pevného) WiMaxu 
 
 
   WiMAX umožňuje realizovat spoje i bez přímé viditelnosti a tím pokryje mnohem 
rozsáhlejší území. Toto lze využít v hustě zastavěných oblastí a využívá se 
nepřímo odraženého signálu (použitelné na řádově jednotky km). Spoje 
realizované na přímou viditelnost lze realizovat s garancí kvality až na vzdálenost 
30 km. Vývoj této technologie je směrován k její absolutní mobilitě, technologie 
řeší i roaming mezi segmenty sítě [11]. 
   Nasazení WiMaxu v ČR ovlivňuje nemožnost využití principu TDD (časového 
duplexu) - dokáže dynamicky rozdělovat spotřebu spektra mezi oba směry. Jsme 
jednou z velmi mála zemí, ve kterých to regulátor svými nařízeními zakazuje, a tak 
nezbývá než používat mnohem vzácnější varianty WiMaxu, fungujících na principu 
frekvenčního duplexu (FDD) s využitím párového frekvenčního spektra [14]. 
   Existuje celá řada výrobců, kteří pracují na vývoji zařízení pro WiMAX. Mezi 
společnosti podílející se na vývoji wimaxových zařízení patří například Airspan, 
Alcatel-Lucent, Alvarion, Aperto Network, Axxcelera, Fujitsu, Intel, Motorola, 
Samsung, Siemens a další [13]. 
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7 Testování a měření parametrů bezdrátové sítě 
 
 
   Pro testování a měření bezdrátové sítě byly zřízeny 4 přístupové body, dále AP 
(access point) typu WH-2204A+ s připojenou všesměrovou anténou o zisku 2,2 
dBi. Pro příjem signálu byly použity dva notebooky od firmy Acer a tři stolní 
počítače, dále PC1, PC2, PC3. Tyto počítače měly zabudovaný bezdrátový PCI 
adaptér Z-com XI-626.  
 
 
7.1 Měření č. 1  
 
   První měření bylo provedeno pouze v jedné místnosti s postupným připojováním 
přístupových bodů. V testované oblasti ještě pracují další tři bezdrátové sítě. 
   Všechny přístupové body, které jsme připojovali, pracovali na stejném kanálu 
(kanál 11, frekvence 2,462 Ghz). Pro otestování kvality signálu jsme připojili k 
jednomu AP stanici PC1. Kvalita signálu i odezva od AP k PC1 byla velmi dobrá.  
   Po připojení druhého AP a druhého PC byla větší odezva od AP, ale připojení 
bylo stabilní a bez výpadku. Na všech stanicích jsou spuštěny webové aplikace a 
stahování free softwaru.  
   Při připojení třetího AP a třetí stanice se už objevují interference mezi 
jednotlivými přístupovými body a dochází k nepravidelným výpadkům při 
komunikaci PC s AP. Pokud tedy připojíme minimálně tři a více přístupových bodů 
v okruhu deseti metrů (pracují na stejném kanále), projevují se vzájemné 
interference.  
   Po připojení čtvrtého AP a čtvrté stanice se vzájemné rušení projevuje ve 




7.2 Měření č. 2 
 
  Příjem signálu do testované oblasti je proveden v pásmu 5 GHz přijímací 
panelovou anténou Interline 19 dBi. Přijímací zařízení je od firmy MikroTik pod 
označením RouterBOARD RB133. Na tomto zařízení je proveden překlad veřejné 
IP adresy na lokální IP adresu. Za tímto zařízením je připojen switch, kterým je 
signál přiváděn k jednotlivým přístupovým bodům.  
   Hala, ve které bylo testování provedeno, je rozdělena na několik místností. Ty 
jsou odděleny příčkami o tloušťce 30 cm z plných cihel, některé jsou ze 
železobetonu, vrata mezi místnostmi jsou ze železa. Nosná konstrukce střechy je 
ze železných traverz, střecha pak z vlnitého plechu + vnitřní izolace. 





















       
 
      Připojení PC k přístupovým bodům: 
 
         AP1 – PC1 
      AP2 – PC2 
      AP3 – PC3 





Obr. 11: Praktická realizace pro testování bezdrátové sítě 
 
  Síť bude pracovat se standardem 802.11b/g. Nejprve jsme na všech 
přístupových bodech nastavili stejný kanál (kanál č. 8 – 2447 MHz). 
   Při spuštění provozu v této síti (webové služby, stahování free softwaru, ftp) se 
projevují značné výpadky při komunikaci PC s AP.  Nejhorší situace je na stanici 
PC2. U této stanice dojde k úplnému výpadku spojení se svým přidruženým 
přístupovým bodem. Po omezení provozu uvnitř sítě (AP1 a AP4) dojde 
k opětovnému navázání spojení.  
 
7.2.1 Řešení této situace 
 
   Abychom odstranili značné výpadky komunikace, přeladíme jednotlivé 
přístupové body na různé kanály. Tím značně ulehčíme provozu pouze na jedné 
frekvenci a odstraníme tak jednotlivé interference od jednotlivých přístupových 
bodů. Provoz v síti se tak rozmělní do celého frekvenčního pásma. 
   Po přeladění přístupových bodů na odlišné kanály se situace v síti viditelně 
zlepšila. Na všech PC stanicích byly výpadky komunikace s AP rapidně menší, 
pokud se vůbec projevily. U stanice PC2 již nedocházelo k přerušení spojení, 
pouze k jednotlivým výpadkům, které na komunikaci neměly vliv. 
   Jelikož jsou v oblasti použity čtyři přístupové body, zvolili jsme tříkanálový 
odstup mezi jednotlivými kanály.  Tedy AP1 – ch: 1, AP2 – ch: 4, AP3 – ch: 7, AP4 
– ch: 10. Pokud bychom zvolili menší odstup mezi kanály, mohlo by opět docházet 
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a)             b) 
 




7.3 Měření č. 3 
 
   Stejnou situaci rozložení sítě jsme testovali pro standard 802.11b. Viz. Obr. 11. 
Síť jsme zatížili stejným provozem jako v předchozím případě. Přístupové body 
pracují na kanále č. 2. V tomto případě měly problémy s komunikací stanice PC2, 
PC3 a NOT2. U tohoto standardu je viditelný rozdíl ve výpadcích u jednotlivých 
pracovních stanic. U stanice PC2 už nedošlo k úplnému přerušení spojení, ale 
pouze k výpadkům komunikace. 
   Po přeladění přístupových bodů na odlišné kanály (dle schématu uvedeného 
výše) se situace opět zlepšila. Výpadky komunikace jsou nyní minimální. 
 
   Z uvedeného měření vyplývá, že standard 802.11b má lepší mechanizmy při 
práci v narušeném prostředí a lépe odolává vzájemnému rušení přístupových 
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7.4 Měření č. 4 
 
   Další měření bude zaměřeno na testování rušení bezdrátové sítě mikrovlnou 
troubou. Mikrovlnná trouba, která byla k dispozici pro dané měření, pracuje ve 
frekvenčním pásmu 2450 MHz s výkonem 700W. Rok výroby 2003.  
   Měření bylo prováděno ve stejné hale s odlišným rozmístěným přístupových 
bodů.  
   Situace rozložení sítě a příslušnost jednotlivých pracovních stanic je zobrazena 





Obr. 13: Situace pro měření s mikrovlnou troubou 
 
 
   Při této situaci jsme dva přístupové body umístili v místnosti společně se 
zdrojem rušení (AP3 byl umístěn přímo u zdroje rušení), další dva pak do 
vedlejších místností. Testovali jsme standard 802.11b a 802.11b/g. AP1 pracuje 
na prvním, AP2 pracuje na čtvrtém kanále, AP3 na osmém a AP4 na desátém 
kanále. Síť jsme zatížili stejným provozem jako v předchozích případech.  
   Při vypnutém zdroji rušení je situace v síti stabilní. Odezvy od přístupových bodů 
jsou dobré a stabilní.  
   Při zapnutém zdroji rušení se projevují značné výpadky a dochází k přerušení 
spojení některých pracovních stanic. V našem případě při daném rozestavění 
přístupových bodů je nejhorší situace u stanice NOT1, PC2 a PC3. Zde došlo 
k přerušení spojení s přístupovým bodem, viz Obr. 11.  
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Obr. 15: Výpadek spojení při rušení mikrovlnou troubou 
 
   U ostatních stanic dochází k značným výpadkům komunikace. U stanice NOT2 a 
PC1 je provoz o něco lepší. Tato situace je dána provozem na jednotlivých 
kanálech. AP1 a AP2 pracují na kanále dosti vzdáleném od pracovní frekvence 
mikrovlnné trouby. Proto stanice, které jsou na tyto přístupové body připojeny, 
pracují s menšími obtížemi. U AP3 mikrovlnná trouba zcela znemožní komunikaci. 
Tento přístupový bod pracuje na osmém kanále s frekvencí 2447 MHz. Nachází 
se tedy přímo u pracovní frekvence mikrovlnné trouby. Přístupový bod AP4 
pracuje na desátém kanále s frekvencí 2457 MHz a i zde jsou velké problémy se 
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spojením. Pracovní stanice, které byly na tento přístupový bod připojeny, ztrácely 
spojení a docházelo k velkým výpadkům.  
   Z uvedeného testování vyplývá, že mikrovlnná trouba má vliv téměř na celé 
frekvenční pásmo. U pěti kanálů, které jsou nejblíže pracovní frekvenci, dochází 




a)                                                                                b) 
 
Obr. 16: a) průběh stahování souboru bez rušení, b) průběh stahování při rušení 
mikrovlnnou troubou 
 
   Na Obr. 16 je vidět porovnání rychlosti downloadu souboru. Přístupový bod dané 
stanice pracoval na šestém kanále se standardem 802.11b/g. 
   Obrázek a) zobrazuje průběh stahování bez rušení mikrovlnnou troubou. Jak je 
vidět z obrázku, odezva od AP je dobrá, přenosová rychlost při downloadu 
souboru je 291 kB/s.  
Na obrázku b) je vidět stejná situace při provozu mikrovlnné trouby. Přenosová 
rychlost stahování souboru je 65 kB/s, což je o 226 kB/s méně. Síť tak v daný 
moment ztratila 78 % ze své kapacity. Po přerušení provozu mikrovlnné trouby se 
přenosová rychlost vrátila na svoji původní hodnotu. 
 
   Bezdrátová síť, ve které se nachází mikrovlnná trouba, bude tedy velmi 
nestabilní. Typický případ může nastat v kancelářské budově, kde je přístup na síť 
řešen bezdrátovou technologií a síť je tvořena několika přístupovými body. 
Přístupové body musí pracovat na různých kanálech, aby se nerušily navzájem, a 
zde může vzniknout kolize vlivem mikrovlnné trouby. Při návrhu sítě je nutné 
s tímto počítat a přístupové body umístit tak, aby k tomuto rušení nedocházelo.     
   V blízkosti mikrovlnné trouby je tak třeba umístit přístupové body pracující na 
prvním až třetím a dvanáctém a třináctém kanále.  
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8 Praktické příklady rušení bezdrátové sítě 
 
8.1 Příklad rušení v propojení dvou budov a jeho odstranění 
 
   Situaci v síti naznačuje Obr. 17. Do budovy A je přiveden signál přijímací 
anténou v pásmu 5 GHz. V této budově je také vybudována místní bezdrátová síť 
v pásmu 2,4 GHz poskytující služby pro účastníky v této budově. V budově B je 
umístěn přístupový bod, který přijímá signál z budovy A, a déle ho poskytuje 
účastníkům v budově B.  
   Toto řešení sítě je voleno z důvodu zastínění budovy B budovou A. Budova B 


















Obr. 17: Rušení bezdrátové sítě v reálném provozu 
 
   Síť pracuje se standardem 802.11b/g s maximální přenosovou rychlostí 54 
Mbit/s. V okolí této sítě pracuje ještě několik bezdrátových sítí v pásmu 2,4 GHz. 
Jediný možný kanál, který jsme mohli použít k propojení budov, byl kanál 6. Na 
tomto kanálu byl provoz stabilní a bez výpadku spojení obou budov. U ostatních 
kanálů byl problém se spojením. 
   V daný moment začala mít budova B problém s připojením k přístupovému bodu 
v budově A. Po opětovném měření v dané lokalitě jsme zjistili, že zde zahájila 
provoz další bezdrátová síť. Tato bezdrátová síť připojovala několik účastníků 
směrovým spojem na vysílač. Tím došlo k zahlcení provozu.  
   Protože uživatelé v bodově B nevyžadují rychlé připojení, vyřešili jsme tuto 
situaci přeladěním obou přístupových bodů na standard 802.11b. Tím se snížila 
maximální přenosová rychlost, ale už nedochází k problémům s propojením obou 
budov.  
   Další možné řešení této situace je propojení obou budou směrovými spoji. Tím 
by zvýšila kvalita přijímaného signálu a snížil počet lokalizovatelných bezdrátových 
sítí, k dispozici by byl větší počet kanálů a tím bychom mohli opět použít standard 
802.11b/g s vyšší přenosovou rychlostí. 
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8.2 Příklad rušení v podnikové bezdrátové síti a jeho odstranění 
 
   Firma zažádala o připojení k internetu v pásmu 5 GHz a požadovala připojit 
všechny tři budovy vzdálené od sebe několik desítek metrů. Rozložení budov 




Obr. 18: Rozložení budov a návrh síťového řešení 
 
   Přívod signálu je proveden v budově A v pásmu 5 GHz klientskou parabolickou 
anténou JRC-24, určenou pro větší vzdálenosti. Zisk antény je 22 dBi . Přijímací 
zařízení v budově A je od firmy MikroTik pod označením RouterBOARD RB133. 
V budově B je umístěno zařízení WH-2204A+, pracující se standardem 802.11b/g. 
K tomuto zařízení je připojena všesměrová anténa. Tato budova bude sloužit 
k propojení budovy A a C. V budově C je také umístěno zařízení WH-2204A+, 
s přijímací anténou terč 2,4GHz 9dBi. Situace, která byla v rádiovém prostředí, 
ukazuje Tab. 2.  
   Vzhledem k této situaci naše síť pracuje                    
se standardem 802.11b/g a ke komunikaci 
jsme použili kanál č. 7. 
   Situace  v  síti  byla stabilní, neobjevovali  
se  žádné   problémy   s  komunikací  mezi  
jednotlivými  budovami. V daný moment se             
v rádiovém prostředí objevil rušivý element, 
který   zcela  znemožnil  komunikaci   mezi          
budovami.  Protože síť,  která  zde   začala          Tab. 3: Situace v rádiovém prostředí 
vysílat, měla  skryté  SSID,  nebylo  možné 
rozeznat, na kterém kanále pracuje. 
   Vzdálenou správou jsme provedli testování rádiového prostředí v budově B 
přístrojem WH 2204A+. První problém nastal při navazování komunikace 
s testovacím přístrojem. Jak je patrné z Obr. 14, tento přístroj je umístěn v budově 
B a je spojen s budovou A směrovým spojem, který byl v daný moment téměř 
mimo provoz. Po několika pokusech se povedlo navázat spojení a mohli jsme tak 
provést testování. Podle situace, kterou naznačuje Tab. 2, jsme zkoušeli testovat 
kanály 1, 5, 7, 8, 9, 10, a to jak ve standardu 802.11b/g, tak i 802.11b. Kanály 9, 7, 
1 měly velké problémy s komunikací. Z daného testování vyplynulo, že nejlepší 
Síť Kanál Standard 
A 1 802.11b 
 4 802.11b 
B 13 802.11b/g 
C 3 802.11b/g 
 11 802.11b/g 
 13 802.11b/g 
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parametry v daný moment má kanál č. 5 ve standardu 802.11b. Kanál č. 5 se 
standardem 802.11b/g má mnohem horší propustnost, než u standardu 802.11b.  
   Tento problém jsme prozatím vyřešili přeladěním kanálu a změnou standardu za 
cenu snížení maximální přenosové rychlosti. V blízké době plánujeme přestavbu 
sítě do technologie 5GHz se standardem 802.11a. 
 
 
9 Rozbor bezdrátové sítě v daném území 
 
   V této lokalitě poskytují svoje služby tři provideři označení jako Firma A, Firma B 
a Firma C. Dané město má svoji polohu v dosti kopcovitém terénu s počtem 
obyvatel cca 25 000.  
   
9.1 Počátky a rozvoj bezdrátové sítě v tomto území 
 
   První provoz bezdrátové sítě v této lokalitě zahájila firma C, a to technologií 2,4 
Ghz. V první fázi návrhu sítě bylo zvoleno 6 vysílačů s touto technologií. Vysílač 
byl složen z přijímací antény, vysílací antény a všesměrové antény. Přijímací a 
vysílací antény sloužily k propojení daných vysílačů a všesměrová anténa sloužila 
k pokrytí dané části území. Směrové spoje mezi vysílači jsou provedeny 
technologií 5 GHz. Tento způsob rozložení sítě se později ukázal jako neefektivní. 
Přibývali zákazníci a v dané oblasti se objevili další dva provideři, firma A a firma 
B. Tito provozovatelé zvolili stejný způsob výstavby sítě s tím rozdílem, že počet 
vysílačů byl mnohonásobně větší než u firmy C. Rozestavění vysílačů těchto firem 


















 Obr. 19: Složení hlavního vysílače (Bod A) 
 
 
   Z této situace začaly plynout velké nepříjemnosti. Jak rostl počet zákazníků 
připojených k síti u všech firem, začaly se objevovat výpadky jednotlivých připojení 
vlivem zarušení rádiového spektra. Tato situace vedla k přestavbě vysílačů a byly 
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zvoleny jiné typy vysílacích antén. Místo všesměrových antén byla zvolena 
sektorizace, a to do sektorů po 120° nebo 90°. Tím se mnohem zvýšila efektivita  
sítě.  
Částečně odpadly problémy s rušením jednotlivých sítí. 
Zbývající problémy byly řešeny individuelně, a to výměnou 
přijímací antény nebo změnou polarizace, případně použitím 
směrového spoje.         
Další dva provideri zůstali u šíření signálu všesměrovými 
anténami. Jejich vysílače se nyní skládají z jedné přijímací 
antény v pásmu 5 GHz a z jedné všesměrové antény 
v pásmu 2,4 GHz viz Obr. 16. Počet těchto vysílačů v daném 
území se blíží k číslu 30, jak je patrné z Obr. 25. 
 
           
 
 
  Obr. 20: Složení vysílače 
   firmy A, B          
 
  
9.2 Bližší popis sítě firmy C 
 
   Firma C má na Obr. 25 své vysílače pod označením Bod A – F. K nim ještě patří 
dva vysílače, prozatím v pásmu 2,4 GHz (Bod G a H). Z důvodu poskytování 
služeb se standardem 802.11a (vyšší přenosová 
rychlost – větší nároky na páteřní spoje) jsme 
provedli výměnu jednoho páteřního spoje 
z technologie 5 GHz na technologii 10 GHz. 
   Rozložení bezdrátové sítě před optimalizací je 
na Obr. 25. V bodě 0 je zakoupená konektivita a 
ta je páteřním spojem distibuována na hlavní 
vysílač. Tento vysílač je označen jako Bod A. 
Konstrukce vysílače je na Obr. 19. Z tohoto 
bodu je pak signál dál šířen k jednotlivým 
vysílačům označeným na obrázku jako Bod B až 
H. Všechny tyto vysílače pracují s technologií 
2,4 GHz a 5 GHz. Obě tyto technologie mají 
pokrytí rozděleno do jednotlivých sektorů po 
120° či 90° pod jedine čným identifikátorem 
SSID. 
   Z bodu C je veden směrový spoj do přilehlého 
města vzdáleného cca 5 km. Z bodu D je veden 
směrový spoj technologií 5 GHz do přilehlé části 
města – Bod H. Zde je signál šířen technologií 
2,4 GHz všesměrovou anténou s vertikální 
polarizací a dále směrovým spojem na vysílač 
Bod G.  
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9.3 Antény pro páteřní spoje 
 
   Pro páteřní spoje jsou využity kvalitní antény s úzkým vyřazovacím úhlem.     
   Jedna z těchto antén je parabolická anténa o zisku 24 dBi určená pro evropské 
pásmo 5 GHz. Její vyzařovací úhel je jak ve vertikální, tak horizontální polarizaci 
14°. Díky tomuto úzkému paprsku je tato anténa ideá lní pro budování point to 
point spojů. Anténa má integrovanou bleskojistku pro ochranu před atmosférickou 
elektřinou. Anténa je zobrazena na Obr. 22 a). 
   Další anténou, která je používaná na páteřní spoje, je parabolická anténa PRO 
24.0-58. Tato anténa má ze všech typů nejužší vyzařovací úhel, a to 9,6° jak ve 
vertikální, tak horizontální rovině. Tato anténa má vynikající přesnost, tomu ale 
odpovídá i její cena. Anténa je na Obr. 22 b). 
   Nově v optimalizované síti se bude pro delší vzdálenosti používat parabolická 
anténa se ziskem 27 dBi. Tato anténa má vyzařovací úhel jak ve vertikální, tak 
horizontální rovině 10°. Tato anténa je nasazována na delší vzdálenost i do 
nepřehledného terénu. Vyznačuje se vysokou přesností a spolehlivostí.  Anténa je 















                             a)             b)               c)  
 
Obr. 22: Antény pro páteřní spoje: a) parabolická anténa 24dBi, b) parabolická anténa PRO 24dBi, 
c) parabolická anténa 27dBi 
 
9.4 Antény pro pokrytí území bezdrátovým signálem 
 
   Pro pokrytí území signálem v pásmu 2,4 GHz se nejprve používala všesměrová 
anténa, která je zobrazena na Obr. 23a, známá pod označením „tubus“.  Tato 
anténa má zisk 10 dBi. Současně s touto anténou se používala všesměrová 
anténa známa pod označením „prut“ od několika výrobců. Tato anténa měla 
mnohem menší rozměry a dosti usnadňovala montáž. Následně s rozvojem dané 
sítě se začaly používat sektorové antény stejného typu, které měly svůj vyzařovací 
úhel 180°. Používaly se tedy dv ě tyto antény pro pokrytí celého rádiusu.  
   S dalším rozvojem sítě se začaly používat sektorové antény RADIUS 2,4 GHz 
XP. Tyto antény mají vyzařovací úhel v horizontální rovině 90°. Anténa je 
























                                          a)                                                             b) 
   
Obr. 23: Antény pro pásmu 2,4GHz: a) všesměrová anténa b) sektorová anténa 
 
   Pro pokrytí území signálem v pásmu 5 GHz se od začátku začala používat 
sektorová anténa VECTOR o zisku 18 dBi. Anténa má vertikální paprskovou šíři 5 
stupňů a horizontální paprskovou šíři 120 stupňů. Samozřejmostí je možnost 
náklonu antény při montáži, který umožňuje ještě přesnější a kvalitnější 








Obr. 24: Sektorová anténa pro pásmo 5GHz 
 
 















































































Obr. 25: Rozestavění vysílačů Firmy C v daném území a směrové spoje hlavních vysílačů 
Diplomová práce 




9.5 Optimalizace sítě 
 
   Danou síť firmy C bylo nutné přebudovat z důvodu většího počtu zákazníků a 
z toho plynoucích větších nároků na páteřní spoje.  
   Změny v páteřní síti budou provedeny u několika bodů. Body A a B zůstanou 
bez změny. V bodě C bude vyměněn páteřní spoj do města A z technologie 2,4 
GHz na 5 GHz směrovým spojem pomocí parabolické antény o zisku 27 dBi 
v horizontální polarizaci s vyzařovacím úhlem 10°. Tato zm ěna bude provedena 
z důvodu většího počtu zákazníků v daném městě a nutností nabídnout větší 
koncovou rychlost připojení. Ve městě A je prozatím poskytováno připojení 
v technologii 2,4 GHz a rychlost připojení pro koncového zákazníka je v této době 
nedostačující.  
   V bodě D je v současné chvíli problém se směrovým spojem na bod H. Z tohoto 
spoje jsou živeny dva vysílače a nastává problém z kapacitních důvodů. Z bodu A 
do bodu D je veden spoj o dané kapacitě a režie vysílače D si část této kapacity 
odebere pro svoji potřebu. Z bodu D na bod H je tak kapacita spoje oslabena o 
tuto režii a to ještě zbývají další dva vysílače. S tímto problémem pomůže 
výstavba nového pětipodlažního objektu označeného na Obr. 19 Bod J. Na této 
budově bude umístěn tzv. „přeskok“. Bude zde umístěna pouze jedna přijímací 
(bude přijímat signál z bodu A) a jedna vysílací anténa (bude směrovat signál na 
bod H). Tím se odlehčí vysílači Bod D a směrový spoj Bod D – H bude sloužit jako 
náhrada při případném problému. Výstavba plánována na léto 2008. 
   Z vysílače Bod E bude realizován směrový spoj v technologii 5 GHz na Bod 0 
pro případ závažné poruchy. Bod F bude ponechán beze změny. 
   Vysílače Bod G a H budou nově propojeny směrovým spojem v technologii 5 
GHz. Na oba vysílače budou přidány dva sektorové pokrývače 5 GHz o 
vyzařovacím úhlu 120° a na vysíla či Bod H bude v technologii 2,4 GHz provedena 
sektorizace do dvou 180° sektor ů. Rozestavění sítě po optimalizaci je na Obr. 26.    
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Obr. 26: Nový návrh směrových spojů všech vysílačů Firmy C 
Diplomová práce 






























































Obr. 27: Nový návrh sektorizace v daném území (pásmo 2,4 GHz) 
Diplomová práce 
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10 Laboratorní úlohy  
 
10.1 Měření parametrů bezdrátové sítě 
 
   Tato laboratorní úloha bude zaměřena na praktické činnosti spojené 
s provozováním bezdrátové sítě v obou dostupných pásmech. Laboratorní úloha 
studenty uvede do problémů spojených s přenosem signálu pomocí rádiového 
prostředí.  
   Pro potřeby laboratorní úlohy budou vybudovány dva vysílače pro distribuci 
signálu. Jeden bude umístěn na budově „Kolejní“ nebo „Technická“ a bude sloužit 
pouze pro distribuci signálu na hlavní vysílač, který bude umístěn na budově 






























Obr. 28: Návrh sektorů a umístění vysílače pro pásmo 2,4 GHz a 5 GHz 
 
   Vysílač na budově „Kolejní“ nebo „Technická“ bude tvořen pouze jednou 
směrovou vysílací anténou v pásmu 5 GHz. Vysílač na budově „Purkyňova“ bude 
tvořen jedním přijímacím směrovým spojem v pásmu 5 GHz. Dále pak jednou 
sektorovou anténou v pásmu 5 GHz, třemi sektory v pásmu 2,4 GHz a jednou 




































   Na Obr. 30 je celé blokové schéma laboratorní úlohy. Vstupní konektivita do 
celého systému bude brána ze sítě VUT, a to v budově „Kolejní“ nebo „Technická“ 
(Bod A). Signál pak bude dál šířen pomocí Mikrotik Router Board RB133 
směrovým spojem v pásmu 5 GHz na budovu „Purkyňova“ (Bod B). Pro další 
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   Na vysílači pod označením „Bod B“ bude signál přijímán opět pomocí Mikrotik  
RB133. Dále bude provedena sektorizace podle Obr. 28 pomocí Mikrotik RB 333. 
V pásmu 2,4 GHz na tři sektory po 120° a jedním všesm ěrovým vysílačem. 
V pásmu 5 GHz bude vytvořen prozatím pouze jeden sektor o šíři 120°. Toto 
frekvenční pásmo lze pak libovolně rozšířit o další sektory.  
   Protože budou oba vysílače sloužit jen k laboratorním účelům, není třeba vysílač 
doplňovat zařízením pro případ krátkodobého výpadku proudu. Ušetří se tím část 
nákladů na toto zařízení. 
   Na zdi laboratoře č. 427 nebo 429 bude umístěno několik druhů přijímacích 
antén pro měření jednotlivých parametrů bezdrátového přenosu a jednotlivých 
parametrů těchto antén. K propojení antén s přijímacím zařízením bude použito 
velmi kvalitního nízko útlumového koaxiálního kabelu od firmy Belden. Tento kabel 
je vhodný pro přímé spojení mezi vnitřním přijímacím zařízením a venkovní 
anténou. Jako přijímací zařízení bude použito zařízení Microtik RouterBoard RB 
133. Toto zařízení bude propojeno pomocí UTP kabelu se síťovou kartou PC 




10.1.1 Výběr antén pro měření parametrů bezdrátového spoje 
 
5GHz 
Směrová anténa Terč WAN 5,4 GHz - 9 dBi  
Parabola JRC - 24 dBi   
Panelová anténa Interline – 19 dBi   
Parabolická anténa PRO 24 - 24 dBi 
 
2,4 GHz 
Směrová anténa Terč WAN 2,4 GHz - 9 dBi 




Bližší popis jednotlivých typů antén 
 
10.1.2 Směrová anténa Terč WAN 5,4 GHz - 9 dBi  
 
   Velmi malá venkovní anténa. Je určená 
pouze pro připojení klientů, nepoužívá se ke 
spojům PtP. Pracuje jak v horizontální, tak i 
vertikální polaritě s možností výškového 
nastavení. Konstrukce a použitý materiál 
zaručuje vynikající odolnost proti 
povětrnostním vlivům. Je určena pro použití 
na kratší vzdálenosti (cca do 100m). 
 
Obr. 31: Směrová anténa Terč WAN 5,4 GHz 
 
Diplomová práce 





Kmitočtové pásmo:  5,470 - 5,725 GHz 
Vyzařovací úhel:  60° (-3 dB) v obou rovinách 
Zisk antény:   9 dB 
Polarizace:                horizontální/vertikální 
Konektor:                   RSMA 
Hmotnost:                 0,24 kg 
10.1.3  Parabola JRC-24 dBi 5 GHz 
 
   Tato anténa je výborná parabolická anténa 
určená pro náročné uživatele do venkovního 
prostředí. Je vhodná i do horských oblastí díky 
celokovové konstrukci. Vlastní parabola je 
z hliníkové slitiny. Nastavení elevace (sklonu) 
a azimutu má samostatné aretační matice pro 
snadnou montáž. 
   Tato anténa se nejvíce používá jako 
klientská pro větší vzdálenosti nebo do 
obtížných podmínek. Lze také použít na 
vytvoření směrových spojů na střední 
vzdálenosti, nebo na krátké v obtížných 
podmínkách. 
 
Obr. 32: Parabola JRC-24 dBi 5GHz 
Parametry: 
 
Kmitočtové pásmo:  5,0 - 5,95 GHz 
Vyzařovací úhel:   8,8° (-3dB)  
Předozadní poměr:  < 30 dB  
Polarizace:    horizontální nebo vertikální dle polohy zářiče  
Konektor:    N - Female  
Parabola:    38 cm  
Parabola:    hliníková slitina s vypalovanou barvou  
  
10.1.4 Anténa panelová Interline 19dBi 5GHz 
 
   Velmi kvalitní a osvědčená panelová 
anténa s UV krytem pro pásmo 5250 - 5900 
MHz pracující jak v horizontální, tak ve 
vertikální polarizaci o zisku 19 dBi a s úhly 
16/16. Tato anténa se používá jako klientská 
i na spoje PtP do vzdálenosti cca 5 km. 
Vlastností antény lze dobře využít 
v zarušeném 5GHz pásmu. Dobré vlastnosti 
antény doplňuje možnost sklápění při 
montáži na stožár. 
Obr. 33: Anténa panelová Interline 19dBi 5GHz 
Diplomová práce 





Zisk:    19 dBi 
Frekvenční pásmo:  5250 - 5900 MHz 
Polarizace:    horizontální nebo vertikální 
Předozadní poměr:  25 dB 
Vyzařovací úhel:   (-3dB) horizontální úhel 16° 
Vyzařovací úhel:   (-3dB) vertikální úhel 16° 
VSWR:    (max 2) 
Impedance:   50 Ohm 
Konektor:    N - Female 
Rozměry:    197 x 197 x 20 mm 
Váha:    0,5 kg 
 
10.1.5 Parabolická anténa PRO 24 - 24 dBi 
 
   Tato anténa pracuje v kmitočtovém pásmu 
5.15 - 5.875 GHz. Její zisk je 24 dBi. Vyzařovaný 
úhel ve vertikální i horizontální rovině je 9.6°, 
průměr reflektoru je 350 mm. Anténa je 
zakončena konektorem N-Female a vyznačuje 
se robustní kovovou konstrukcí. Anténa se 
nejčastěji používá pro směrové spoje PtP (např. 
k propojení jednotlivých vysílačů). 
 
Obr. 34: Parabolická anténa PRO 24 – 24dBi 
Parametry: 
 
Frekvenční pásmo:  5.15-5.875 GHz 
Vyzařovací úhel:   (3 dB) šíře svazku 9.6° 
Zisk:     24 dB 
SWR:    <1.6 
Polarizace:    lineární vertikální nebo horizontální 
Vstupní konektor:   N - Female 
Průměr reflektoru:   350 mm 
 
10.1.6 Směrová anténa Terč WAN 2,4 GHz - 9 dBi 
 
   Velmi malá venkovní anténa. Je určená 
pouze pro připojení klientů, nepoužívá se ke 
spojům PtP. Pracuje jak v horizontální, tak i 
vertikální polaritě s možností výškového 
nastavení. Konstrukce a použitý materiál 
zaručuje vynikající odolnost proti 
povětrnostním vlivům. Je určena pro použití 
na kratší vzdálenosti. Na obrázku i 
s dodávaným příslušenstvím. 
Obr. 36: Směrová anténa Terč WAN 2,4 GHz – 9dBi 
Diplomová práce 





Kmitočtové pásmo:  2,4 - 2,485 GHz 
Vyzařovací úhel:   60° (-3 dB) v obou rovinách 
Zisk antény:   9 dB 
Polarizace:    horizontální / vertikální 
Konektor:    RSMA 
Hmotnost:    0,24 kg 
Rozměry:    110 x 120 mm 
 
10.1.7 Směrová parabolická anténa Andrew UNI-18 - 18dBi 
 
   Anténa UNI-18 má úzký vyzařovací uhel (14 
stupňů), který zvyšuje citlivost na nastavení 
polohy antén, ale snižuje citlivost na 
mnohacestné šíření radiového signálu. Je určena 
pro venkovní instalace na střední a větší 
vzdálenosti. Antény jsou dodávány s 30 cm 
pigtailem a N - male konektorem umožňujícím 
bezproblémové připojení kabelu s N - Female 
konektorem, nebo bleskojistky. 
 




Kmitočtové pásmo:  2400 - 2500 MHz  
Zisk:     18 dBi  
Vyzařovací úhel:   v rovině horizontální 12°  
Vyzařovací úhel:   v rovině vertikální 14°  
Předozadní poměr:  > 23 dB  
Polarizace:    vertikální, horizontální  
Nominální impedance:  50 ohm  
Činitel stojatých vln:  maximální vstupní výkon 50W  
Hmotnost s držákem:  1,3 kg  
Materiál:    hliník  
Držák:    uchycení na stožár, náklon 60°  
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10.1.8 Microtik RouterBoard RB 133 
 
 
   Všechny měřící a testovací úlohy budou provedeny pomocí zařízení Microtik 
RouterBoard RB 133. Jedná se o vynikající platformu pro zprovoznění bezdrátové 
technologie. Zařízení bylo vybráno díky svým vynikajícím vlastnostem, odolností, 




Obr. 38: Microtik RouterBoard RB133 
 
   Zařízení lze volně rozšířit pomocí miniPCI karet. Pro potřebu laboratorních úloh 
byla vybrána rozšiřující karta Atheros AR5214 (CM10). Bližší popis karty je 
uveden níže. Díky použití těchto karet je možné zařízení provozovat jak v pásmu 
2,4 GHz, tak i v pásmu 5 GHz.  
 
 
10.1.9 Atheros AR5214 (CM10) miniPCI 
 
  Nástupce karty CM9 s nejmodernějším chipsetem od Atherosu v nejlepším 
konstrukčním provedení z dílny radiových profesionálů - firmy Wistron. Tato 
miniPCI je v provedení "half-size" - neboli poloviční velikost. Díky úspornému a 
promyšlenému řešení jsou zmenšeny délky vedení na plošných spojích, ale 
zejména jsou zkvalitněny radiové parametry.  
   Jedná se o miniPCI kartu pro použití v jednotkách WRAP a RouterBoard, 
notebookách a redukcích miniPCI/PCI.  
   Karta podporuje normy 802.11a/b/g, má WHQL ovladače pro MS Windows a 
podporuje nejnovější standardy v šifrování přenosu: 802.1x, WPA, WPA-PSK, 
AES-CCM & TKIP, Power Saving Mode a 64/128/152-bit WEP kódování.  
Diplomová práce 
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   Je schválena fórem WECA jako "Wi-Fi Compliant". Díky nejnovějšímu čipu 
Atheros AR5414 (AR5006X) zaručuje maximální citlivost, spolehlivost a odolnost 
proti rušení. 
   Výrobek je opatřen schvalovací značkou CE(!)0470 platnou pro celou EU. Na 
českém trhu je v současné době možné provozovat toto zařízení dle VO-
R/12/08.2005-34.  
   MiniPCI karta Atheros AR5214 je vhodná pro všechny druhy spojů v pásmech 

















































Materiál Kusů Cena za kus Cena za položku 
  ks Kč Kč 
Stožár       
        
Stožár FeZN 3,0m / d=42mm 2 642 1284 
Držák 100mm od zdi s očkem 48mm  3 154 462 
Konzole na stožár 50cm 6 365 2190 
Rozvodné plastové skříně       
Plastová rozvodná krabice 720x350x200 IP56 1 1520 1520 
Plastová rozvodná krabice 300x220x120 IP56 1 1740 1740 
Kabelová průchodka těsnící 11mm 5 15 75 
        
Antény pro distribuci signálu       
        
Sektorová anténa 2,4GHz 3 2850 8550 
Sektorová anténa 5GHz  VECTOR 18dBi 1 1950 1950 
Směrová anténa 5GHz 2 1850 3700 
MaxLink 15 dBi všesměrová 2,4GHz 1 1070 1070 
        
Klientské přijímací antény       
        
5GHz - směrová anténa Terč WAN 5,4 GHz - 9 dBi  1 540 540 
5GHz - parabola JRC - 24 dBi   1 1750 1750 
5GHz - panelová anténa Interline - 19dBi   1 850 850 
5GHz - parabolická anténa PRO 24 - 24 dBi 1 3050 3050 
2,4GHz - směrová anténa Terč WAN 2,4 GHz - 9 dBi 1 480 480 
2,4GHz - směrová parabolická anténa Andrew UNI-18 1 1480 1480 
        
Mikrotik        
        
Mikrotik RouterBoard RB133 3 1380 4140 
Mikrotik RouterBoard RB333 1 2850 2850 
        
Příslušenství       
        
UTP kabel   50m 1m - 9 450 
UTP konektor RJ-45 20 9 180 
Pigtail 5GHz N-female / RSMA 5m 12 280 3360 
Kotevní materiál   300 300 
        
  Cena celkem s DPH: 41971 
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10.2 Simulace bezdrátové sítě v prostředí Opnet 
 
   Při práci s touto laboratorní úlohou se předpokládá základní znalost softwaru 
Opnet, především ze studentské verze IT Guru.  
 
   Laboratorní úloha začíná počátečním seznámením s prostředím Opnet. V další 
části je uveden pracovní postup při návrhu první bezdrátové sítě se všemi 
potřebnými a nezbytnými nastaveními. První jednoduchý návrh je následně 
odsimulován a jsou zobrazeny výsledky dané simulace. V další části je uvedeno 
několik dalších postupů a metod při vytváření bezdrátové sítě s ohledem na 
simulování vlivu rušení mezi jednotlivými bezdrátovými sítěmi.   
   V další části jsou uvedeny simulace bezdrátové sítě pomocí Wireless Network 
Deployment z prostředí Opnet. Sítě jsou dále rozšířeny a je simulován vliv 
rozšíření sítě a testováno několik scénářů s různými parametry nastavení sítě pro 
jednotlivé standardy 802.11. 
   V poslední části je vytvořena bezdrátová síť o několika přístupových bodech a je 
zkoumán vliv rušení při přidání několika rušících stanic. Dané rušení je následně 
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10.2.1 Vytvoření první bezdrátové sítě 
 
 
1. Spustíme program Opnet Modeler 14.0 pomocí ikony na 





2. Vybereme položku File > New... a z rozevírací nabídky vybereme položku 
Project.  
3. Dále zvolíme jméno projektu a jméno scénáře. Je výhodné si projekt a 
následné scénáře vhodně pojmenovat. Umožňuje to vhodnější orientaci při 
práci mezi scénáři a také pro pozdější vyhledání daného projektu. Jako 
jméno projektu zvolíme project_wireless_network a jméno scénáře 
zvolíme DSSS_ identical_channel. 
4. Z následné nabídky vybereme Create empty scenário. Pomocí této 
nabídky vytvoříme nový prázdný projekt. 
5. Z další nabídky vybereme položku Office (kancelář) a zadáme rozměry 
500x500m.  
6. Vybereme objekty, které budeme dále používat v celém projektu: 
internet_toolbox a wireless_lan. Dále klikneme na tlačítko Finish 
(dokončit). 
 
Po stisknutí tlačítka Finish se před námi zobrazila prázdná plocha a paleta 
objektů, se kterými budeme dále pracovat. Viz. Obr. 40. 
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  Obr. 40: Projekt editor a paleta objektů po vytvoření nového scénáře 
 
V tomto projektu budeme nejvíce pracovat s těmito objekty: 
 
                                                                                     
a)               b)                              c)                                 d)                            e)                     f) 
 
 Obr.41: a) Application Definition – definice aplikací v celém projektu, b) Profile Definition – definice 







Nastavení aplikací se v tomto prostředí provádí pomocí dvou objektů:  
• Application config – zavedení aplikací, které se budou používat 
• Profile config – nastavení potřebných parametrů pro tyto aplikace 
 










7. Z palety objektů přetáhneme na plochu objekt Application config. V první 
řadě nastavíme jméno tohoto objektu na Application config (je dobré si 
všechny objekty v dané síti pojmenovat – usnadní to pozdější orientaci) 
8. Dále klikneme pravým tlačítkem na objekt a zvolíme položku Edit 
atributies.  
9. V záložce Application Definitions nastavíme položku Number of Rows 
na 1. 
10. Nastavíme jméno aplikace na FTP. 
11. V záložce Description u položky FTP změníme Value na Edit… . 





Obr. 42: Nastavení velikosti souboru u aplikace FTP 
 
12. Potvrdíme stisknutím tlačítka OK. 




Obr. 43: Edit Attributes u Application config 
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14. Potvrdíme provedené změny tlačítkem OK. 
 
Tímto jsme nadefinovali jednu aplikaci. Pokud bychom chtěli více aplikací, stačí 








15.  Z palety objektů přetáhneme na plochu objekt Profile config. Opět 
nastavíme jméno na Profile config.  
16.  Dále klikneme pravým tlačítkem na objekt a zvolíme položku Edit 
atributies.  
17.  V záložce Profile Configuration nastavíme položku Number of Rows na 
1. 
18.  Nastavíme následující hodnoty: 
  
 Profile Name nastavíme na ftp_prof, 
 Změníme položku Operation mode na Simultaneous, 
 
19.  V položce Application změníme hodnotu Numbre od Rows na 1. 
 
 V položce Name vybereme hodnotu FTP, 
     Nastavíme položku Start Time (seconds) na: 
• Distribution Name:  constant,  
• Mean Outcome: 100.  
 
 
Nastavení objektu Profile config je na dalším obrázku. 
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 Obr. 44: Edit Attributes u Profile config 
 
20.  Nyní jsme nastavili všechny potřebné hodnoty pro používání aplikace FTP 
v tomto projektu. Teď už se budeme dále věnovat výstavbě sítě.  
10.2.2 Konfigurace sítě 
 
V tomto okamžiku jsou na ploše projektu umístěny a nakonfigurovány dva objekty. 
Application a Profil config. Pro vytvoření první jednoduché bezdrátové sítě bude 
ještě třeba několik dalších objektů.  
 
21.  Z palety objektů umístíme na plochu objekt ethernet_server, dále 
wlan_ethernet_router  a wlan_wkstn. Všechny ve Fixed módu. 
22.  Ethernet_server a wlan_ethernet_router propojíme objektem 100BaseT 
















Obr. 45: Zobrazení jednoduché bezdrátové sítě 
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24. Objekty vhodně pojmenujeme. 
 
Nyní přiřadíme definované aplikace objektům, které se nachází na ploše projektu. 
Jde o objekty ethernet_server a wlan_wkstn.  
 
25. Zobrazíme položku Edit Attributies u ethernet serveru. Zobrazíme 
položku Applications. U podnabídky Destinations Prefernces stiskneme 
Edit… . 





Obr. 46: Definování aplikací u ethernet serveru (Destination Preferences) 
 
27. Stiskneme tlačítko OK. 
28. Toto provedeme i pro podnabídky Supported Profiles (Obr. 47) a 




Obr. 47: Edit Attributes u Application config (Supported Profiles) 
 
 
29. Stejný postup zopakujeme i pro bezdrátovou stanici. U této stanice budeme 
v položce Applications editovat dvě podnabídky:  Destination 
Preferences a Supported Profiles.  
 
Nyní musíme zajistit komunikaci mezi bezdrátovým routerem (AP) a bezdrátovou 
stanicí. Tuto spojení umožňuje parametr BSS Identifier. 
 
30. U wlan_routeru zobrazíme položku Edit attributes a v položce Wireless 
LAN Parametrs změníme BSS Identifier na 1. Potvrdíme změnu 
stisknutím tlačítka OK. Toto změnu provedeme i u wlan_wkstn. 
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V tuto chvíli máme všechny potřebné nastavení za sebou. Můžeme přejít 
k nastavení simulace. 
 
Statistiky slouží jako výstup simulace programu a můžeme je nastavovat jak pro 
jednotlivé objekty v projektu, tak pro celý projekt najednou. 
 
Nastavení statistik pro jeden objekt 
 
Pokud chceme nastavit statistiku pouze pro jeden 
objekt (Node), klikneme na vybraný objekt 
pravým tlačítkem a zobrazíme podnabídku 
Choose Individual DES Statistics. Ze 
zobrazené nabídky (Node Statistics) pak 










Obr. 48: Definování statistik simulace 
(Node Statistics) 
 
Nastavení statistik pro celý projekt  
 
Pokud chceme nastavit statistiku pro celý projekt, 
klikneme pravým tlačítkem na plochu projektu a 
opět vybereme Choose Individual DES 
Statistics. Ze zobrazené nabídky (Global 













Obr. 49: Definování statistik simulace 
(Global Statistics) 
 
31. V našem projektu budeme sledovat využití ethernet serveru Load (bit/sec). 
To provedeme kliknutím pravým tlačítkem myši na objekt server a vybráním 
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nabídky Choose Individual DES Statistics – Node Statistics – Ethernet - 
Load (bit/sec). 
Dále budeme sledovat využití a zpoždění na bezdrátové pracovní stanici 
Load (bit/sec) a Delay(sec). To provedeme kliknutím pravým tlačítkem 
myši na objekt wlan_st_3 a vybráním nabídky Choose Individual DES 
Statistics – Node Statistics – Wireless Lan – Delay(sec) a 
Load(bits/sec). 
Globálně pak budeme sledovat zpoždění v bezdrátovém prostředí. To 
provedeme kliknutím pravým tlačítkem myši na plochu projektu a vybráním 
nabídky Choose Individual DES Statistics – Global Statistics – 




Simulace se v programu Opnet spouští přes nabídku z horního menu. Tedy DES – 
Configure / Run Discrete Even Simulation. Můžeme také použít rychlou ikonu 




Dále je nutné nastavit některé parametry, bez kterých se simulace neobejde. Po 
kliknutí na ikonu Run z menu se zobrazí nabídka pro zadání parametrů simulace. 
 
• Duration(sec) – doba, po kterou bude simulován provoz v síti 
• Values per statistic – počet hodnot, které se budou vykreslovat do výsledné 
statistiky 
• Update interval – udává, jak často se bude měnit křivka počtu událostí 
probíhající simulace. 
• Simulation Kernel – vždy nastavíme na Optimized. 
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32. Po nastavení těchto hodnot můžeme simulaci spustit kliknutím na tlačítko 
Run. 
33. Po doběhnutí simulace klikneme na tlačítko Close.  
 




10.2.3 Zobrazení statistik a výsledků 
 
Pro zobrazení statistik klikneme pravým tlačítkem myši na pracovní plochu 




Obr. 51: Zobrazení výsledných statistik 
 
 
34. Zatrhnutím boxu u příslušného parametru simulace zobrazíme výsledek 
v pravém okně nabídky. V okně Presentation zvolíme místo hodnoty As Is 
hodnotu time_average. 
 
Výsledná globální statistika pro Wireless Lan Delay je zobrazena na obr. a), 
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a)                                                                  b) 
 





   Rozšiřte síť o další pracovní stanice, alespoň 5. Proveďte potřebná nastavení 
těchto stanic dle výše uvedeného postupu. Nastavte sledování statistik na všech 
pracovních stanicích. Sledujte a porovnejte výsledné simulace. 
 
   Rozšiřte síť o další wlan_ethernet_router (AP). Nastavte BSS Identifier na 
hodnotu 2. K tomuto routeru přiřaďte dalších pět pracovních stanic a udělejte 
























a)                                                                           b) 
 
Obr. 53: a) Rozšíření sítě o další stanice, b) Výsledné charakteristiky 
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10.3 Vytvoření bezdrátové sítě pomocí Wireless Network Deployment 
 
Nyní vytvoříme bezdrátovou síť o několika přístupových bodech pomocí funkce 
Wireless Network Deployment. 
 
1. Tuto funkci zobrazíme pře nabídku Topology – Deploy Wireless 
Network… 
2. V nově otevřeném okně klikneme na tlačítko Continue 
3. Dále necháme zatrhnutou položku Use wizard to provide network 
specifications. Stiskneme tlačítko Next 
4. V další části průvodce označíme Create network in current subnetb. 
Další položky ponecháme bez změny 
5. Klikneme na tlačítko Next 
6. V další části nabídky budeme volit technologii a typ standardu pro nově 
budovanou bezdrátovou síť. V okně Choose technology zvolíme WLAN 
(infrastructure). Tedy bezdrátovou síť s přístupovým bodem. V druhém 
okně ponecháme hodnoty v první části bez změny. Tedy budeme používat 
standard 802.11b s přístupovou technologií DSSS a přenosovou rychlostí 
11Mbit/s. 
 
V nabídce Topology budeme volit grafické rozmístění přístupových bodů, počet 
přístupových bodů a rozmístění bezdrátových stanic v rozsahu jedné bezdrátové 
sítě. 
 
7. V okně  Choose Geographical Overlay zvolíme Cell (Hexagon). 
8. V okně Number of Cells (počet buněk) zvolíme 4, Cell Radius nastavíme 
na 0.02. 
9. V okně Place nodes in zvolíme rozmístění stanic náhodně, tedy Random. 
10. Klikneme na tlačítko Next 
11. V následující nabídce bude vybrán typ přístupového bodu a typ bezdrátové 
stanice. V nabídce Access point zvolíme v okně Node Model typ 
wlan_ethernet_router_adv. Ostatní nabídky ponecháme. 
V nabídce Mobile Node zvolíme v okně Node Model typ 
wlan_wkstn_adv. V okně Count (per-cell) nastavíme hodnotu 1. 
12. Odznačíme box Connect all Access Points using a backbone network. 
Tedy ponecháme políčko volné. 
 
 
Obr. 54: Konfigurace jednotlivých prvků pro bezdrátovou síť 
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13. Klikneme na tlačítko Next. 
14. V nabídce Node Mobility zvolíme položku  Trajectory Information na 
NONE 
 
Obr. 55: Konfigurace: Node Mobility 
 
15. V nabídce Configuration Summary je zobrazeno naše nastavení 
16. Klikneme na tlačítko Finish 
 
   Nyní se na plochu projektu vložilo pět buněk, s pěti přístupovými body. Ke 
každému přístupovému bodu náleží jedna pracovní stanice. Tyto prvky jsou 
svázány identifikátorem BSS Identifier.  
 
17. Dále vložíme na plochu dva objekty. Application config  a Profil config. U 
těchto objektů nastavíme jednu aplikaci (FTP). Toto nastavení je popsáno 
v kapitole „Nastavení aplikací“ 
18. Po nastavení aplikace FTP vložíme na plochu další dva prvky. Prvním 
z nich je ethernet_server a druhý ethernet16_switch. 
19. Dále propojíme prvky ethernet_server, ethernet16_switch a Access Point 
1-5 spojem 100BaseT.  
20. Všechny prvky v projektu vhodně pojmenujeme. Výsledek je na Obr. 56. 
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Obr. 56: Výsledné zobrazení bezdrátové sítě 
 
21. U každé ze stanic a u každého přístupového budu, nastavíme pracovní 
kanál v nabídce Edit Attributies / Wireless LAN / Wireless LAN 
Parameters / Channel Settings – Channel 3.  
 
 
V následujícím kroku vytvoříme nový scénář, který bude mít stejné rozložení sítě, 
ale tentokráte nastavíme přístupovým bodům a bezdrátovým stanicím jiný 
pracovní kanál dle tohoto schématu: 
 
AP1 - channel 1 
AP2 - channel 4  
AP3 - channel 7  
AP4 - channel 10  
AP5 - channel 13  
 




22. Vytvoříme duplicitní scénář pomocí nabídky Scenarios/Duplicate 
Scenario… 
23. Nový scénář pojmenujeme DSSS_5bunek_ruzny_kanal 
24. V novém scénáři změníme pracovní kanály u bezdrátových prvků dle 
schématu uvedeného výše. Změnu pracovního kanálu provedeme kliknutím 
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pravým tlačítkem myši na daný objekt a vybráním Edit Attributes/Wireless 
LAN/Wireless LAN Parametrers/Channel Settings – Channel X.  
25. Po nastavení pracovních kanálů u všech bezdrátových prvků přidáme 
v obou scénářích ke každému přístupovému bodu 4 pracovní stanice. 
Každý přístupový bod bude mít tedy pět pracovních stanic.  
 
Pozn.: Při kopírování pracovních stanic je třeba dodržet nastavení parametru BSS 
Identifier. Není proto možné vzít jednu pracovní stanici a tu nakopírovat ke všem 
přístupovým bodům. Je tedy nutné kopírovat stanici pouze k přístupovému bodu, 
který má stejný parametr BSS Identifier.  
 
26. Celkové zobrazení sítě pro oba scénáře je na Obr. 57. 
 



























Obr. 57: Rozšíření bezdrátové sítě 
 
 
10.3.1 Nastavení statistik simulace 
 
27. Pravým tlačítkem klikneme na plochu projektu a vybereme nabídku 
Choose Individual DES Statistics. Z nabídky (Global Statistics) 
vybereme Wireless LAN a budeme zkoumat parametry Delay(sec) a 
Load(bits/sec). 
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Pro (Node Statistics) parametr Wireless LAN a budou sledovány 
parametry Delay(sec) a Load(bits/sec). 
28. Po nastavení sledových statistik odsimulujeme oba scénáře zároveň, 
abychom mohli výsledky simulace porovnat pro oba scénáře. Zobrazíme 
nabídku Scenario/Manage Scenarios… 
29. V následující nabídce vidíme oba scénáře. V položce Results zvolíme 
parametr <collect> případně pro další simulace <recollect>. Sim Duration 





Obr. 58: Simulace: Manage Scenarios 
 
 
30. Po nastavení klikneme na tl. OK. Oba scénáře se nyní odsimulují. Průběh 










Obr. 59: Průběh simulace: Manage Scenarios 
 
 
10.3.2 Zobrazení výsledků simulace. 
 
31. Výsledky simulace zobrazíme kliknutím pravým tlačítkem myši na plochu 
projektu a vybráním nabídky View Results. V následujícím okně vybereme 
v nabídce Results for: Current Projects a zatrhneme boxy u obou 
scénářů. Tímto se budou zobrazovat statistiky pro oba scénáře najednou. 
Viz. Obr. 60.  
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Obr. 60: Zobrazení výsledků: Result Browser 
 
 
32. Dále musíme v nabídce Presentation zvolit Overlaid Statistics a dále 
time_average. Tímto se budou statistiky pro oba scénáře zobrazovat do 
jednoho grafu.  



















            a)                                                                             b) 
 
Obr. 61: Zobrazení výsledků DSSS: a) Mobilní stanice b) Přístupový bod 
 
Duplikujte scénáře pro situaci se stejnými a různými kanály. U jednotlivých 
scénářů změňte přístupovou metodu z DSSS na OFDM. Přenosovou rychlost 
zvolte 24Mbit/s. 
 
      34. Přístupovou metodu změníme v nabídce Edit Attributes/Wireless      
           LAN/Wireless LAN Parameters/Physical Characteristics a přenosovou  
           rychlost v nabídce Data Rate (bps). 
 









a)               b) 
 
Obr. 62: Zobrazení výsledků OFDM: a) Pracovní stanice b) Přístupový bod 
 
Změna parametru BSS Identifier u jedné pracovní stanice. 
 
36. U pracovní stanice Mobile_3_1 (viz. Obr. 62.) změníme parametr BSS 
identifier na hodnotu 4. Touto změnou už tato pracovní stanice nebude 
komunikovat s přístupovým bodem 3, ale s přístupovým bodem 5 a bude svá data 
posílat přes další dvě bezdrátové sítě. Tuto změnu provedeme pro oba scénáře. 
 
Pozn.: Nezapomeňte u scénáře s různými kanály změnit také pracovní kanál 
(Channel 13).  
 
37. Po provedení změny oba scénáře odsimulujeme podle bodu 28 a zobrazíme     
      výsledek simulace pro pracovní stanici Mobile_3_1.  
38. Porovnejte velikost zpoždění této pracovní stanice pro všechny odsimulované   
      scénáře.  
 
Výsledek simulace je zobrazen na Obr. 63. 
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10.4 Návrh bezdrátové sítě pro měření vzájemných interferencí 
 
   Bezdrátová síť bude tvořena jedním hlavním přístupovým bodem a dalšími šesti 
distribučními body pro pokrytí daného území. Na přístupové body AP_1 až AP_5 
budou připojeny bezdrátové stanice. Na přístupový bod AP_sub bude připojena 
externí síť o 15 pevných stanicích. Rozložení dané sítě je na Obr. 66. 
 
   V této síti poběží čtyři zvolené aplikace. Jedná se o FTP, Http, Databáze, Email. 
Každé zvolené aplikaci bude v síti přiřazen jeden server. Jednotlivé stanice si pak 
dané aplikace rozdělí.  
 
10.4.1 Sestavení sítě 
 
   Pro simulaci vzájemných interferencí vytvoříme nový projekt s názvem 
„Bezdratova_sit“. První scénář pojmenujeme „Navrh site“. Velikost plochy zvolíme 
1000 x 1000 m. Postup vytvoření nového projektu je uveden v předchozích 
úlohách.  
 
Vložíme na plochu projektu objekt Application config a Profile config. U těchto 
objektů nadefinujeme zvolené aplikace (FTP, HTTP, EMAIL, DATABÁZE).  
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Dále vložíme čtyřikrát objekt Ethernet server. Všechny servery vhodně 
pojmenujeme a přiřadíme jednotlivé aplikace. Všechny servery propojíme spojem 
100BaseT pomocí ethernet16_switch.  
 
Nyní vložíme na plochu hlavní přístupový bod pomocí wlan_ethernet_router a 
pojmenujeme jej AP. V nabídce Edit Attributes zvolíme pracovní kanál (Channel 
1) a BSS Identifier také 1. Stiskneme tlačítko OK. 
 
Pomocí stejného prvku (wlan_ethernet_router) vložíme na plochu další 
přístupový bod a pojmenujeme jej AP_sub. Tento přístupový bod bude sloužit pro 
připojení externí sítě s patnácti stanicemi.  
 
Jeho parametry budou: BSS Identifier   1 
    Access Point Functionality  Disabled 
    Channel Settings   Channel 1 
 
   Dále vložíme na plochu pět objektů wlan2_router. Objekty postupně 
pojmenujeme od AP_1 až AP_5. Tyto přístupové body budou napojeny na hlavní 
přístupový bod a dále pak budou získaný signál distribuovat k jednotlivým 
stanicím.  
   V položce Edit Attributes/Wireless LAN/Wireless LAN Parameters musíme 
zvolit pracovní kanály a parametr BSS Identifier pro obě rozhraní. Rozhraní (IF0 
P0) je pro příjem signálu od hlavního přístupového bodu a rozhraní (IF1 P0) je pro 
další distribuci signálu. Na prvním rozhraní musíme zvolit stejné parametry jako 
má hlavní AP a vypnout parametr Access Point Functionality, na druhém 
rozhraní musíme zvolit odlišný BSS Identifier, pracovní kanál ponecháme stejný.  
 




Obr. 64: Konfigurace přístupového bodu 
 
 









Obr. 65: Konfigurace: Rapid Configuration 
 
Vytvořenou síť propojíme s AP_sub pomocí linky 100BaseT. 
 
   Nyní přístupovým bodům přiřadíme jednotlivé pracovní stanice. Každému bodu 
šest pracovních stanic. Pracovním stanicím přiřadíme definované aplikace. 
Stanice vhodně pojmenujeme. Pozor na nastavení parametru BSS Identifier. 
Pracovní kanál ponecháme u všech stanic (Channel 1).  
 










Obr. 66: Zobrazení bezdrátové sítě 
 
 
Nyní do této sítě (v novém scénáři) vložíme několik stanic, které budou provoz 
v bezdrátové síti rušit.  
 
Zvolíme nabídku Scenarios/Duplicate Scenarios… . Nový scénář pojmenujeme 
„bezdratova_sít_rozsireni_ruseni“.   
 
Do tohoto scénáře vložíme tři bezdrátové stanice pomocí wlan_wkstn – mobile 









Obr. 67: Přidání rušící stanice 
 
 
Tyto stanice připojíme k přístupovému bodu AP_4. V nabídce Edit Attributes 
v záložce trajectory vybereme wlan_interference_scenario.  
Tímto je tento scénář hotov. 
 
Zvolíme nabídku Scenarios/Duplicate Scenarios… . Nový scénář pojmenujeme 
„bezdratova_sít_omezeni_ruseni“. 
 
V tomto scénáři se budeme snažit vzniklé rušení omezit na rozumnou míru. 
Vzájemné interference v této sítě nepůjdou plně potlačit.  
V tomto případě zvolíme změnu pracovních kanálů jednotlivých stanic. Zvolte u 
jednotlivých přístupových bodů změnu pracovního kanálu na rozhraní (IF0 P0), 
tedy části vysílací. Přijímací rozhraní ponecháme na kanálu č. 1. Z vlastností 




Po změně pracovních kanálů vybereme sledované statistiky. Pro tuto simulaci 
vybereme z nabídky Node Statistics/Wireless LAN všechny položky Delay a 
Load. Dále vybereme Client Ftp. 
 
 








Obr. 68: Ukázka nastavení Manage Scenarios 
 
 
V položce Results zvolíme Collect (Recollect). Sim Duration nastavíme na 40 
minut a stiskneme tlačítko OK.  Následně se všechny tři scénáře odsimulují.  
 
10.4.2 Výsledky simulace 
 
Výsledky simulace se mohou od těchto lišit. Záleží na rozestavění jednotlivých 




Obr. 69: Zobrazení výsledků simulace pro pracovní stanici (FTP) 
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Obr. 70: Zobrazení výsledků simulace pro přístupový bod 
 
 
   Další možností, jak vytvořit potenciální rušení v předchozí síti bez rušících 
stanic, je načasování spouštění jednotlivých aplikací v různých časech. Pokud 
bude bezdrátová síť pracovat na jednom kanálu pouze s jednou aplikací (např. 
http), bude situace v síti stabilní. Pokud se ale dále připojí do provozu další 
aplikace, které zatíží danou síť, bude se situace zhoršovat. Spouštěním aplikací 
v různých časech můžeme mít vliv rušení na danou síť pod kontrolou a můžeme 
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11 Shrnutí problematiky rušení na bezdrátovou síť 
    
11.1 Problematika rušení 
 
   Bezdrátová síť pracující v pásmu 2,4 GHz má problémy s interferencí z mnoha 
stran. Velkým problémem jsou mikrovlnné trouby, které dovedou komunikaci 
v bezdrátové síti zcela přerušit. Z provedeného testování vyplynulo, že toto 
zařízení zaruší velkou část tohoto pásma (až 6 kanálů). Pracovní stanice, které 
jsou připojeny na přístupový bod, který pracuje v blízkosti pracovního pásma 
mikrovlnné trouby, jsou na dobu provozu tohoto zařízení zcela mimo provoz, a to i 
v případě, že mají kvalitní signál od přístupového bodu. To platí jak pro standard 
802.11b, tak i 802.11b/g. Ochranné mechanizmy proti rušení metod DSSS i 
OFDM tedy při rušení mikrovlnou nedostačují. 
   Pásmo 2,4 GHz má také velké potíže s prostupností stromy, pohyblivými 
překážkami, těžkým sněhem a čímkoli, co obsahuje vodu. Voda absorbuje část 
signálu a je ohřívána přesně tak jako v mikrovlnné troubě.  
   Z provedeného testování bezdrátové sítě vyplynulo, že lepší ochranné prvky 
omezování vlivů rušení má standard 802.11b. Při stejné situaci a při stejném 
zatížení sítě se při tomto standardu objevovaly menší výpadky komunikace 
pracovních stanic a jejich přístupových bodů než u standardu 802.11b/g. Pokud 
tedy dochází k problémům, můžeme použít místo  802.11b/g standard 802.11b. 
Toto řešení je ale za cenu podstatného snížení přenosové rychlosti. Situaci 
můžeme také zlepšit přemístěním jednotlivých přístupových bodů.  
   Pásmo 2,4 GHz používá také technologie Bluetooth, bezšňůrové telefony a 
analogová bezdrátová zařízení 2,4 GHz pro vysílání videa. Další vlivy rušivých 
jevů na signál mohou způsobit betonové konstrukce a silné zdi, ocelové výztuže a 
armatury v konstrukcích, elektrické motory a vysokonapěťové rozvody. 
 
   Podobná situace je i ve venkovních prostorách. Z uvedených příkladů rušení 
vyplývá, že standard 802.11b/g má velké problémy, pokud se v jeho blízkosti 
objeví větší počet přístupových bodů se stejným standardem. Pokud sítě v jeho 
okolí pracují s velkým provozem, technologie OFDM u tohoto standardu nezvládá 
zpracovat a přenášet data přes přeplněné frekvenční pásmo. Po změně standardu 
na 802.11b je situace s rušením mnohonásobně lepší. Technologie DSSS má tedy 
lepší mechanizmy pro práci v přeplněném frekvenčním pásmu.  
 
    
    
11.2 Mechanizmy odstranění rušení v bezdrátové síti 
 
 
   Při problémech s rušením v bezdrátové síti je v první řadě třeba zjistit důvod 
tohoto rušení a poté zvolit jednu z metod, která toto rušení dokáže odstranit. 
   Ve vnitřních prostorech první a nejjednodušší metoda je přeladění přístupového 
bodu na jiný kanál. V tomto případě je třeba provést scanování frekvenčního 
pásma a podle výsledků měření kanál přeladit. Pokud používáme technologii 
DSSS je vhodné volit odstup mezi kanály minimálně dva, nejlépe tři kanály. Toto 
vyplývá z vlastností technologie DSSS.  
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   Pokud změna komunikačního kanálu nepomohla a pracovní stanice mají 
problém s komunikací, můžeme zvolit změnu standardu. Z daného testování je 
patrné, že tato změna vede k velkému zlepšení dané situace. 
   Ve vnitřních prostorech můžeme také použít jinou vysílací anténu s lepšími 
parametry.  
   Všechny tyto metody se dají použít i ve vnějších prostorech. Ve venkovním 
prostranství máme na výběr z více možností potlačení rušení. V první řadě 
můžeme použít jednu z metod používanou ve vnitřních prostorech s tím rozdílem, 
že změna vysílací antény zde hraje velkou roli. Existuje mnoho typů přijímacích 
antén v pásmu 2,4 GHz. Pokud tedy existuje problém s rušením, můžeme vyměnit 
přijímací anténu za jinou s lepšími parametry.  
   Jedna z metod je omezení výkonu vysílací antény. Pokud omezíme výkon 
vysílací antény na nezbytně nutný k pokrytí připojených zákazníků, můžeme docílit 
velkého zlepšení dané situace. Toto je ale třeba provést na obou stranách 
zúčastněných vysílačů. Pokud oba vysílače omezí svůj výkon tak, aby svým 
výkonem nezasahovaly do působnosti druhého vysílače, uvolní se tím frekvenční 
pásmo, které před tím druhý vysílač používal. Toto řešení je ale vázáno na 
domluvě obou providerů, kteří dané vysílače vlastní.  
   Další metoda snížení vlivu rušení je v použití směrových spojů a v sektorizaci. 
Tato metoda byla použita i v bezdrátové síti v daném území a je popsána 
v kapitole 9. 
   Poslední metoda, kterou můžeme použít, je změna polarizace antény. Existují 
dva typy polarizace antény. Lineární a kruhová. Lineární pak dále dělíme na 
horizontální a vertikální. Důležité je, aby přijímací anténa měla shodnou polarizaci 
s anténou vysílací. Pokud se tento princip nedodrží, dochází v praktických 
případech k potlačení zisku antén o 16 až 24 dB. Vhodnou volbou polarizace při 
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12 Budoucnost bezdrátových sítí 
 
12.1 WiFi MESH 
 
   Wireless Mesh je řešení pro výstavbu venkovních bezdrátových 
sítí  umožňujících mobilitu uživatelů, tedy využívání a pohyb po celé síti s jednou 
identifikací.   
   Tato technologie používá dostupné standardy pro Wifi 802.11 a díky tomu, že 
nejsou potřebné kabelové spoje k jednotlivým přístupovým bodům (AP), je celá 
výstavba velice rychlá a ušetří se náklady na kabelové vedení. Centrální a do 
značné míry zautomatizovaná údržba spolu s ekonomickým provozem sítě 
předurčují tento systém pro rychlé pokrytí městských oblastí.  
   Použité standardy u této technologie dovolují připojit běžná koncová zařízení 
(notebooky, PC, PDA, duální GSM/Wifi telefony). Inteligence systému neruší již 
existující přístupové body  jiných sítí a v případě poruchy trasy nebo jednotlivého 
AP automaticky provede svoji rekonfiguraci.  
  
12.1.1 Architektura Wifi mesh 
Principem řešení této technologie je centrální řízení přístupových bodů a oddělené 
využití  obou frekvenčních pásem. Zatímco standard 802.11b/g  je použit jako 
hotspot pro přístup uživatelů, pásmo podle standardu 802.11a vytváří bezdrátové 
datové cesty mezi jednotlivými přístupovými body.  Tento princip umožňuje 
neomezeně síť rozšiřovat a vytvářet tak prostor spojitého pokrytí Wifi signálem. 
Existují dva druhy přístupových bodů:  
• distribuční přístupový bod (RAP, Roof-top access point) s kabelovým 
připojením do páteřní sítě (mohou být ale využity pro vyvedení Ethernet 
portu pro libovolné periferie)  
• koncový přístupový bod  (MAP, Meshed access point), vytvářející čistě 
bezdrátovou mesh síť 
Centrální řízení AP zajišťují  kontroléry (WLC, Wireless LAN Controler), které 
koordinují  frekvence a sílu signálu, zajišťují autentizaci klientů, bezpečnost a 
operace spojené s roamingem mezi AP [16]. 
12.1.2 Jak Wifi mesh funguje 
V síti Wireless Mesh se přístupové body automaticky rozpoznají navzájem a 
automaticky vytvoří s pomocí Wireless LAN kontroléru optimální datové cesty 
(maximální kapacita a minimální zpoždění).   
   Mezi funkce kontroléru patří řízení síly signálu, kdy v reálném čase sleduje 
změny šíření radiových vln a reaguje na tyto změny změnou výstupního výkonu. 
Kontrolér umožňuje měnit používané kanály přístupových bodů, aby dosahovaly 
optimálních podmínek. V případě, kdy se objeví v určitém místě rušivý signál, 
dokáže kontrolér překonfigurovat celou síť tak, aby přístupový bod v místě s 
Diplomová práce 
Bc. Doležal Jan                                                                                                                   FEKT - TIT   
 
77
rušením používal nezarušenou frekvenci a přitom nedošlo k interferenci 
s ostatními přístupovými body vlastní sítě [15].  
 
12.2 Wimax čeká zrychlení 
 
   Pravděpodobně již v příštím roce bude k dispozici další důležitá norma pro 
podporu WiMAXu. Jedná se o normu IEEE 802.16m, která od schválení mobilního 
WiMAXu v roce 2005 (IEEE 802.16e) bude představovat další kvalitativní skok 
technických možností WiMAXu. Tato norma umožní výrazně vyšší propustnost 
sítě díky použití technologie OFDM (Orthogonal Frequency Division Multiplexing) 
spolu s vyspělým anténním systémem MIMO (Multiple-Input, Multiple-Output). 
Někdy se tato norma označuje jako WiMAX 2.0. 
   Projekt 802.16m má v názvu Advanced Air Interface (IMT-Advanced) a slibuje 
zajímavé přenosové kapacity, v dopředném směru min 100 Mbit/s pro případ 
vysoce mobilního uživatele a až 1 Gbit/s pro stacionární uživatele.  
   Norma bude zpětně slučitelná s 802.16e, ale docílení zpětné slučitelnosti může 
zpomalit nasazení WiMAX (např. v případě sítě Sprint). [17] 
 
  
   Vedle spektra 2-3 GHz se pro rychlý mobilní WiMAX budoucnosti rýsuje 
zajímavá možnost nižších kmitočtů než 1 GHz, nejčastěji se hovoří o pásmu 700 
MHz, pro něž v mnoha zemích již probíhají aukce o licence na přidělení tohoto 
spektra. 
 
12.2.1 Další připravované specifikace WiMAX  [17] 
 
   Mimo 802.16m se v rámci podvýboru IEEE 802.16 pracuje na dalších 
doplňkových specifikacích, které však nebudou mít stejně zásadní význam jako 
802.16m. Jde o: 
P802.16h:  Improved Coexistence Mechanisms for License-Exempt Operation  
P802.16i:  Mobile Management Information Base  
P802.16j: Air Interface for Fixed and Mobile Broadband Wireless Access 
Systems - Multihop Relay Specification - pro zvýšení propustnosti a 
celkové kapacity systému, zvýšení pokrytí a snížení nákladů. 
P802.16k: Media Access Control (MAC) Bridges - Bridging of 802.16 - doplněk k 
normě 802.1D specifikující propojování sítí mosty 
P802.16Rev2: (revize IEEE Std 802.16-2004) – druhá revize normy 802.16 (první  
norma vyšla v roce 2001 a její revize o tři roky později). Zahrne 
následující dokumenty: 802.16-2004, 802.16e-2005, 802.16-
2004/Cor1-2005, 802.16f-2005 (příp. 802.16g a 802.16i, pokud 
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12.2.2 Uživatelé a objem trhu 
 
   Trh s pevným a mobilním širokopásmovým bezdrátovým přístupem (BWA, 
Broadband Wireless Access) za poslední dva roky narostl více jak dvojnásobně. 
V konkrétních číslech to znamená nárůst z 562 miliónů USD v roce 2005 na 1,2 
miliardy USD v roce 2007 (644 miliónů připadá na koncová zařízení a 547 miliónů 
na základnové stanice). Ovšem jen 14 % tohoto trhu tvoří zařízení certifikovaná 
(podle IEEE 802.16-2004), protože certifikace podle 802.16e začala teprve na 
přelomu roku.  
   Podle Juniper Research dosáhne trh s mobilními službami WiMAX v roce 2013 
objemu 23 miliard dolarů. Mobilní služby by se podle analytiků měly ujmout 
zejména u mladší generace [18].  
 
   Koncem loňského roku využívalo BWA na 350 miliónů uživatelů. Mobilních 
uživatelů bylo na světě koncem roku 2007 celé tři miliardy. Jejich počet se má 
podle předpokladů zvýšit o další miliardu do konce roku 2011.  
   Statistiky ohledně trhu WiMAX jsou k dispozici od září roku 2007, kdy se počet 
uživatelů WiMAX vyšplhal na 635 tisíc, z toho dvě třetiny tvoří domácí uživatelé a 
jednu třetinu podnikoví uživatelé. Největšími regiony podle nasazení WiMAX jsou 




12.2.3 WiMAX a konkurence 
 
   Budoucí norma 802.16m přinese další bod do souboje pro WiMAX v boji o místo 
na trhu v konkurenci s ostatními technologiemi pro mobilní sítě 4G, zejména pak 
LTE (Long Term Evolution) a Ultra Mobile Broadband (UMB). U konkurenční 
technologie LTE se dá předpokládat komerční nasazení do dvou let. 
   Firma Intel jako tvůrce technologie WiMAX se netají tím, že ve WiMAXu vidí 
budoucnost bezdrátové technologie a také náležitě pracuje na jejím prosazování. 
Intel dokonce tvrdí, že do dvou let by měl počet uživatelů WiMAXu dosáhnout 
hranice stovky milionů po celém světě.  
 
   Firma Nokia a její partneři i přes několikaletý náskok konkurenční technologie 
věří, že pokračovatelem sítí 3G je právě technologie LTE, která by měla i do velké 
míry převzít úlohu WiFi. Ještě před vstupem do „aliance LTE“ Nokia intenzivně 
spolupracovala s Intelem a vyrobila internetový tablet N810 ve speciální edici 
podporující technologii WiMax. [19] 
  
   Možnosti připojit se k budoucímu nástupci sítí WiFi využívá tento model jako 
jeden z prvních. Podle dostupných informací bude Nokia N810 s technologií 
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12.2.4 Budoucnost 802.11b a 802.11g 
 
   V minulých letech byl standard 802.11b a g používán jak pro šíření signálu mezi 
jednotlivými vysílači a dále mezi vysílačem a klientem, tak i pro pokrytí daného 
území bezdrátovým signálem (jak pro indoor tak i outdoor prostředí). 
   Z důvodů větších nároků na kapacitu páteřních spojů se nyní tyto standardy 
nepoužívají pro páteřní spoje a mizí i připojování koncových zákazníků s touto 
technologií. Stávající zákazníci, kteří využívají toto připojení, postupně přecházejí 
na nové standardy, prozatím většinou standard 802.11a a WiMax.  
   Dále se tyto standardy budou používat pouze pro pokrytí daného území 
bezdrátovým signálem pomocí přístupových bodů. Tento typ připojení se bude 
používat v rodinných domcích, firmách a veřejných institucích pro rychlé připojení 
k internetu pomocí PDA, notebooků a dalších zařízení. 
   V budoucnosti tyto standardy nahradí rychlejší varianty, například nový standard 
802.11n a mobilní WiMax. 
   Nyní se v převážné většině používá ve venkovních prostorech standard 802.11a 
s technologií OFDM pracující v pásmu 5GHz. Používá se jak na páteřní spoje, tak 
i pro koncové připojení zákazníků. Poskytovatelé bezdrátového připojení tak 
mohou zákazníkům nabídnout mnohem větší přenosové rychlosti a koncový 
zákazník tak může využít i náročné aplikace (např. VOIP či internetová televize), 
což v předešlých standardech nebylo možné. Nyní se přenosová rychlost 
poskytovaná providery pomocí tohoto standardu pohybuje okolo 4Mbit/s. Koncová 
cena pro zákazníka za dané připojení se může dosti lišit, průměrně se pohybuje 
od 450 do 650 Kč za měsíc.  
   I v dnešní době se najdou zákazníci, kteří si přejí připojení o menší přenosové 
rychlosti a nižší ceně. Z tohoto důvodu je tak stále nutné udržovat stávající sítě 
v technologii 802.11b a g a zároveň budovat nové síťové struktury pomocí 
standardu 802.11a.  
   Standard 802.11b a g se minimálně další tři roky nemusí o svoji existenci 




























   Tématem této diplomové práce byla problematika rušení bezdrátové sítě, a to 
jak ve vnitřních, tak i vnějších prostorech. 
   V první části práce je uveden postupný vývoj bezdrátové technologie od prvního 
standardu 802.11 až po nejnovější specifikace standardů pro bezdrátové sítě. 
Jsou zde uvedeny jednotlivé vlastnosti používaných standardů, jejich výhody a 
nevýhody.  
   Ve druhé části práce je provedeno testování bezdrátové sítě ve vnitřních 
prostorech. V dané budově bylo rozmístěno několik přístupových bodů, na kterých 
bylo prováděno testování a měření rušení. Závěry a optimalizace sítě z tohoto 
měření jsou uvedeny v kapitole č. 7. 
   Ve třetí části práce je uveden rozbor bezdrátové sítě v daném území. Je zde 
uveden postupný vývoj této sítě a řešení situace, která byla nutná z důvodu 
vzájemného rušení od jiných providerů. Dále je provedena optimalizace této sítě a 
je proveden návrh nového sektorování pro pásmo 2,4 GHz. 
   Další část práce je zaměřena na návrh laboratorních úloh. První z nich je 
věnována praktickému návrhu a měření bezdrátové sítě pomocí dvou vysílačů. 
Druhá laboratorní úloha je zaměřena na simulaci bezdrátové sítě v programu 
Opnet. Je vytvořeno několik návrhů sítě, ty jsou následně odsimulovány a 
zobrazeny výsledky. 
   Dále je rozebrán souhrn rušení v bezdrátové síti a metody, kterými se tyto vlivy 
potlačují.  
   Poslední část práce se věnuje nejnovějším technologiím bezdrátového přenosu 
dat s ohledem na budoucnost bezdrátových sítí.  
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