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Окрім того, масове використання звинувачень у корупції без доказів або з їх наявністю як 
компромату призвело до вироблення у громадськості «корупційного імунітету». З корупцією 
змирилися, зарахували її як частину менталітету, на який прийнято списувати все; низькі зарплати, 
розшарування суспільства на бідних і багатих та інше. Корупція робить важким виживання 
населення, реформування, інвестування, зростання й демократизацію України, але це не означає, 
що цих цілей не можна досягнути.  
Багатьом здається, що нам вже вдалося досягти деяких успіхів у цій боротьбі. На жаль, 
зроблені кроки лише позначили мету, а справжня боротьба з корупційною системою ще тільки 
починається. 
Це відбувається багато в чому через те, що ми засліплені нашими маленькими перемогами, 
відвернені трагічними подіями в країні. У мирний час корупція б’є по людях непрямим чином. У 
часи війни корупція може бути такою ж смертоносною, як куля. 
Військові дії на Сході України з сепаратистами, яких підтримує Росія, розгорілася 
зненацька, влада була до неї не готова. У радянські часи військові були порівняно добре 
екіпіровані, але за десятиліття після завершення цієї ери стан наших військових сил погіршувався, 
адже витрати на оборону скорочувалися. Останнім часом процеси закупівель у Міністерстві 
оборони проводилися таємно – наприклад, технічні характеристики бронежилетів не 
публікуються. А це означає, що уряд може безкарно купити низькоякісне спорядження. Як він, 
зазвичай, і робить. Корупційні скандали відбуваються в багатьох країнах. Але в Україні - це 
система, яка сама по собі є корупційною. Всі інституції просякнуті корупцією наскрізь, і 
громадський, і приватний сектор, і волонтерські рухи, навіть неурядові організації. Без неї нічого 
не рушить з місця. За всім цим ми навіть не замислювалися серйозно про те, чому корупцію 
потрібно побороти, корупція як той черв’як, що є її джерелом, і як ефективно звести корупцію до 
мінімуму. 
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Анотація: У тезах розглянута проблема визначення місця кіберзлочинності в кримінально-
правовій системі України як один із видів її попередження та запобігання. 
Abstract: These theses are addressed to the problem of determining the place of the cybercrime 
in the criminal justice system of Ukraine as one of methods of it’s prevention. 
Із розвитком технологій злочинність також “вдосконалюється”: набувають популярності 
кіберзлочини (кібератаки, кіберсквотинг, фішинг, спам і т.д.). Це створює загрози на новому 
“глобальному інтерактивному ринку ідей, досліджень та інновацій” [1]. Гліб Пахаренко, директор 
Київського відділення ISACA, зазначив, що Україна в питанні кіберзахищеності залишилась на 
рівні радянських часів [9]. 
Оскільки ніхто не може бути покараний за те, що не передбачено законом, відповідно до 
принципу кримінального права “Nulla poena sine lege”, то для початку потрібно окреслити поняття 
кіберзлочинності, щоб у подальшому дослідити загрози та визначити місце кіберзлочинності у 
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системі кримінального законодавства. 
Стратегія кібербезпеки України визначає поняття “кібербезпека” як “стан захищеності 
життєво важливих інтересів людини і громадянина, суспільства та держави в кіберпросторі” [1]. 
Виходячи з цього, можна окреслити поняття “кіберзлочинність” як протиправну поведінку у 
кіберпросторі, а “кіберзлочин” як суспільно-небезпечне діяння, вчинене у віртуальному просторі 
або пов’язане з ним. 
Білоус В.В. вважає, що “необхідність вивчення електронних (цифрових) слідів як явища 
об’єктивної дійсності й розроблення криміналістичних рекомендацій щодо найбільш ефективного 
їх виявлення, дослідження, фіксації, вилучення й використання у діяльності з розслідування й 
попередження злочинів” одним із найбільших викликів сучасності, що постав перед 
криміналістикою [2, с.16]. 
Наступним етапом стає визначення правової природи кіберзлочинності та її родового 
об’єкта. Це допоможе поєднати вже існуючі у Кримінальному кодексі України норми з 
новоствореними у одному розділі або створити новий розділ для виокремлення кіберзлочинів. 
По-перше, потрібно розглянути родовий об’єкт злочинів, передбачених розділом XVI 
Кримінального кодексу України: це є урегульовані законодавством суспільні відносини, що 
забезпечують безпеку комп’ютерної інформації та нормальне функціонування електронно-
обчислювальних машин (комп’ютерів), систем та комп’ютерних мереж і мереж електрозв’язку [7]. 
До цього об’єкту цілком реально долучити кіберзлочини. 
По-друге, необхідно розглянути позицію науковців, які вивчають дану проблему. 
Пивоваров В.В. у своїй статті зазначає, що до кіберзлочинів можуть бути віднесені будь-які 
злочини, вчинені в елетронному середовищі, однак ототожнювати їх з “комп’ютерними 
злочинами” не варто: термін “кіберзлочинність” є ширшим поняттям і охоплює собою 
“комп’ютерну злочинність”. Також він вважає, що Кримінальний кодекс України потребує 
“термінологічних змін” [4, с. 178]. Музика А.А. та Азаров Д.С. не вважають за потрібне 
коригувати такі формулювання, оскільки ті надають уявлення про ці злочини; достатнім буде 
змінити назву розділу на “Злочини у сфері комп’ютерної інформації” [5, с. 88]. Натомість Дудоров 
О.О., взагалі, ототожнює поняття “кіберзлочинність” та “злочини проти порядку використання 
комп’ютерів, комп’ютерних систем і мереж та мереж електрозв’язку” [3, с. 745]. Інтерпол 
пропонує визначати поняття кіберзлочину через два типи – високотехнологічний злочин (охоплює 
напади на комп'ютерне обладнання та програмне забезпечення) та кіберзахоплення (“традиційні 
злочини”, перенесені у площину електронного середовища) [10]. 
Пропоную ввести наступне поняття кіберзлочину: це суспільно-небезпечне діяння, 
вчинене у віртуальному просторі або пов’язане з ним. Тобто, ознаками кіберзлочину, окрім 
загальних (суспільна небезпека, протиправність, винне і каране діяння, вчинене суб’єктом 
злочину), мають бути умисел на спотворення інформації або інших даних та використання 
електронного середовища, де не має значення: спрямований злочин на заподіяння шкоди 
комп’ютеру або іншим пристроям чи ці електронні пристрої є невід’ємною складовою його 
виконання [6]. Також необхідно закріпити перелік вже відомих кіберзлочинів. Тут можна 
керуватись положеннями Кримінального кодексу Німеччини, яким закріплені такі кіберзлочини: 
шпіонаж даних та втручання у дані, фішинг, порушення таємниць поштової та телекомунікаційної 
інформації, телекомунікаційних об'єктів, комп'ютерне шахрайство, саботаж комп'ютера [8]. 
Я вважаю за доцільне поєднати кіберзлочини зі злочинами у сфері використання ЕОМ у 
єдиному розділі XVI Особливої частини Кримінального кодексу України з назвою “Злочини у 
сфері використання комп'ютерних систем, мереж і комп’ютерних даних”. Щоб у подальшому 
уникнути розбіжностей у неоднозначному тлумаченні даних злочинів у процесі 
правозастосування, проблема визначення поняття і природи кіберзлочинності має бути усунена 
шляхом закріплення у законодавчій базі. 
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Анотація: У тезах розглянуто основні теорії агресивної поведінки, розкриті основні 
підходи до вивчення агресії, відображені погляди відомих науковців. Дійшли до висновків, що не 
існує єдиної думки стосовно визначення агресії та причин її виникнення. 
Abstract: The thesis examines the main theories of aggressive behavior, describes the main 
approaches to the study of aggression, reflects the views of famous scientists. Came to the conclusion that 
there is no single thought concerning the definition of aggression and the reasons for its occurrence. 
У сучасній зарубіжній науковій літературі виділяють біологічні, інтеракціоністські та інші 
підходи, котрі, поряд із основними підходами, також набули у науковому світі достатнього 
поширення та визнання. 
З. Фрейд, на основі теорії потягу, спочатку виходив з того, що поведінка людини 
визначається інстинктом життя (Еросом), енергія якого спрямована на збереження життя, пошук 
задоволень. На його думку, агресія є реакцією на блокування лібідозних імпульсів (проявів) 
(лібідо – сексуальний потяг). У подальшому, після Першої світової війни, З. Фрейд переглянув 
свою первісну модель агресії, додавши в неї другу силу, інший інстинкт – прагнення (потяг) до 
смерті (Танатос), чия енергія спрямована на руйнування і припинення життя.  
Таким чином, згідно з З. Фрейдом, за рахунок антагоністичної взаємодії двох інстинктів, 
Ероса і Танатоса, виникає джерело безперервного внутрішньо-психічного конфлікту, а агресивна 
поведінка розглядається як засіб вивільнення руйнівної (деструктивної) енергії та зміщення її на 
інші об’єкти для збереження внутрішньо-психічної стабільності Я людини. 
На думку З. Фрейда, катарсис дозволяє отримати тільки короткочасний ефект, оскільки 
агресія має біологічну основу і перебуває поза контролем людини, тому є неминучою властивістю 
його поведінки [1, c. 36]. 
Найближче розуміння феномену агресії до позиції З. Фрейда мав К. Юнг. У переліку 
архетипів, котрі складають запропоновану ним модель особистості, виділяється «Тінь», яка 
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