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Opinnäytetyössä tutustutaan tunnisteteknologioiden tulevaisuuteen keskittyen RFID- 
ja NFC-tekniikoihin. Informaatiota ja näkemyksiä on kerätty lukuisten artikkelien 
avulla ja asiantuntijaluennoilta. Lisäksi on suoritettu haastatteluja. Kuluttajahaastatte-
luista saatiin yleisiä kuluttajien näkemyksiä tunnisteteknologioiden tuomiin mahdolli-
suuksiin. 
RFID-tekniikka on vakiinnuttanut paikkansa tämän päivän teollisuudessa. Kehitys 
kulkee kohti tehokkaampia tunnisteita ja edullisempia järjestelmiä. Tekniikan kehitty-
essä RFID:tä tullaan hyödyntämään yhä useammissa sovelluksissa. Esimerkiksi äly-
kaupat ja esineiden Internet ovat vahvasti RFID-tekniikkaan nojaavia tulevaisuuden 
konsepteja. Sen sijaan NFC-tekniikka etsii paikkaansa edelleen. Maksukorttien ja 
muiden palveluiden siirtyminen puhelimiin NFC-tekniikan avulla on kokeiluasteella, 
joskin joitain toimivia järjestelmiäkin on kehitetty. 
Uusia tapoja hyödyntää tunnisteteknologioita kehitetään jatkuvasti. Älypuhelimet 
mahdollistavat tunnisteteknologian tuomisen kuluttajien taskuihin. Tekniikka kehittyy 
jopa nopeammin, kuin tätä tekniikkaa hyödyntäviä palveluita pystytään tarjoamaan. 
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This thesis examines the future of identification technologies, focusing on RFID and 
NFC. Information and points of view were collected from numerous articles and from 
lectures. In addition, interviews were made. Consumer interviews gave general out-
look of the public about the possibilities brought by identification technologies. 
RFID technology has established its place in industries today. Development is heading 
towards more efficient tags and lower-priced systems. As the technology develops, 
RFID will be utilized in a growing number of applications. In example smart stores 
and The Internet of Things are concepts of the future that heavily rely on RFID. NFC, 
on the other hand, is a technology that is still searching its place. Moving credit cards 
into mobile phones via NFC technology is mainly in its experimental stage, but some 
functioning systems have been developed already. 
New ways to take advantage of identification technologies are being developed cons-
tantly. Smartphones enable the bringing of identification technology right into consu-
mers’ pockets. The development of technology is even faster, than the development of 
services using this technology. 
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Lyhenteet 
Bluetooth  Lyhyen matkan langaton tiedonsiirtotekniikka 
EAN International Article Number, kansainvälinen tavaranumero 
ECMA European Computer Manufacturers Association, Euroopan tietokone-
valmistajien yhdistys 
EPC Electronic Product Code, sähköinen tuotekoodi 
ETSI European Telecommunications Standards Institute, Euroopan telekom-
munikointistandardien instituutti 
EU Euroopan unioni, 27 jäsenmaan välinen taloudellinen ja poliittinen liitto 
Gen 2 EPCglobal Class-1 Generation-2 –standardi, toisen sukupolven RFID-
tunniste 
HF High Frequency, standarditaajuutena 13,56 MHz 
HSL Helsingin seudun liikenne –kuntayhtymä 
ISO International Organization fo Standardization, kansainvälinen starda-
dointiorganisaatio 
LF Low Frequency, matalat taajuudet 30 – 300 kHz 
NFC Near Field Communication, lähitunnistustekniikka 
RFID Radio Frequency Identification, radiotaajuuksilla toimiva tunnistustek-
niikka 
StoLPan Store Logistics and Payment with NFC, Euroopan komission tukema 
yhdistys, joka tutkii uusia ratkaisuja älykkääseen vähittäiskauppaan 
NFC-tekniikan avulla. 
UCC Uniform Code Council 
UHF Ultra High Frequency, erittäin korkeat taajuudet 300 MHz:sta ja 1 
GHz:iin 
VR Valtionrautatiet 
YK Yhdistyneet kansakunnat, maailmanlaajuinen hallitusten välinen yhteis-
työjärje
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1 JOHDANTO 
Tämän opinnäytetyön aihe on tunnisteteknologioiden kehitysnäkymät 2020 ja toimek-
siantajana on Kymi Technology. Se on Kymenlaakson ammattikorkeakoulun teknii-
kan ja liikenteen toimialan palvelukonsepti, joka tarjoaa alueen yrityksille Kymen-
laakson ammattikorkeakoulun osaamista ja palveluita. (Kymenlaakson ammattikor-
keakoulu 2013) 
Tunnisteteknologiat kehittyvät nopeasti ja niiden käyttökohteet ja mahdollisuudet li-
sääntyvät.  Monien ihmisten älypuhelin tai lompakossa oleva maksukortti voi sisältää 
tunnisteteknologiaa, eikä käyttäjä välttämättä edes tiedä sitä. On arvioitu, että vuonna 
2016 maailmassa on käytössä noin 700 miljoonaa matkapuhelinta, jotka sisältävät 
NFC-lähitunnisteteknologian. (Bergh Insight) 
Tässä työssä esitellään RFID- ja NFC-tunnisteteknologioita sekä tutustutaan niiden 
tuomiin mahdollisuuksiin ja käyttökohteisiin nyt ja tulevaisuudessa. Työn alkuosassa 
käydään läpi RFID- ja NFC-teknologioiden teoriaa. Loppuosassa tutustutaan tulevai-
suuden käyttökohteisiin esimerkkitapausten kautta. Lisäksi siinä pohditaan mitä mah-
dollisuuksia tekniikan kehittyminen antaa. Tietoa on kerätty kirjallisuudesta, lukuisista 
artikkeleista sekä esimerkiksi asiantuntijaluennoilta ja haastattelemalla kuluttajia. 
2 RFID-TEKNIIKKA 
RFID (Radio Frequency Identification) on automaattinen tunnistusteknologia, joka 
RFID-tunnisteiden kautta hyödyntää radiotaajuuksia kohteiden tunnistamisessa, seu-
rannassa ja yksilöinnissä. Tunnisteet ovat luettavissa ja muokattavissa tähän tarkoite-
tuilla erillisillä lukulaitteilla ilman kosketusta tai näköyhteyttä. Periaatteessa kyseessä 
on siis perinteisen viivakoodin kehittyneempi muoto.  
Tekniikka kehitettiin alun perin toisen maailmansodan aikana, kun Ison-Britannian 
ilmavoimat liittivät koneisiinsa radiotaajuuslähettimet, joiden avulla omat joukot pys-
tyivät tunnistamaan koneet omiksi. Teknologia siirtyi kaupalliseen käyttöön 1980-
luvulla ja on sen jälkeen levinnyt teollisuudessa laajalle alueelle. (Reyes 2011, 3) 
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2.1 RFID-järjestelmä 
Toimiakseen RFID-järjestelmä tarvitsee tunnisteen, antennin ja lukulaitteen. Lukulaite 
eli lukija on tyypillisesti yhdistettynä palvelimeen, joka käsittelee tunnisteen sisältä-
män datan ja toimii tarpeen mukaan. Usein tämä palvelin on vielä osa yrityksen suu-
rempaa palvelinverkkoa ja toisinaan se on kytkettynä Internetiin. (Bhuptani & Morad-
pour 2005, 36) 
                              
Kuva 1. RFID-järjestelmä kuvattuna (RFID Lab Finland 2012b) 
RFID-järjestelmän tärkein tekijä on tunnisteen ja lukijan välinen datansiirto. Lukija 
muodostaa yhteyden RFID-tunnisteeseen joko sähkömagneettisen induktion tai säh-
kökentän avulla, riippuen järjestelmän käyttötarkoituksesta. Näistä kahdesta sähkö-
magneettista induktiota hyödyntävillä järjestelmillä on lyhyempi lukuetäisyys, ja ne 
sopivat siksi erityisen hyvin esimerkiksi kulunvalvontaan. Tunnisteen ja lukijan väli-
sen kommunikoinnin mahdollistaa niiden sisältämät antennit. (Bhuptani & Moradpour 
2005, 37) 
2.2 Tunnisteet 
Tunnisteessa, josta käytetään myös nimitystä tagi, on tyypillisesti mikrosiru, joka si-
sältää muistin. Muisti sisältää sinne kirjoitetun datan, joka lähetetään lukijaan tämän 
kuulustellessa tunnistetta. On olemassa myös siruttomia tunnisteita, jotka soveltuvat 
yksinkertaisiin käyttökohteisiin. Tunnisteet jaetaan kahteen perusryhmään, aktiivisiin 
ja passiivisiin. Näiden lisäksi on olemassa vielä puolipassiivisia, paristotuettuja tun-
nisteita, jotka ovat sekoitus aktiivista ja passiivista tunnistetta. (Bhuptani & Morad-
pour 2005, 39) 
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2.2.1 Passiiviset tunnisteet 
Passiiviset tunnisteet eivät sisällä erillistä virtalähdettä, vaan sähkövirta indusoituu an-
tenniin radiosignaalin kautta. Tämä tarkoittaa sitä, että passiivisen tunnisteen kohdalla 
tunnisteesta lukijaan tapahtuvassa tietoliikenteessä lukija kommunikoi aina ensin.  
Tämän tyyppiset tunnisteet ovat yksinkertaisia rakenteeltaan, sillä ne koostuvat aino-
astaan mikrosirusta ja antennista, eivätkä ne sisällä mitään liikkuvia osia. Siksi passii-
vinen tunniste voi olla hyvinkin pieni ja sen elinikä pitkä. Passiivinen tunniste on 
myös huomattavasti aktiivista tai puolipassiivista tunnistetta edullisempi, ja siksi se on 
käytetyin RFID-tunnistemuoto. (Lahiri 2006, 9-10) 
2.2.2 Aktiiviset tunnisteet 
Aktiivisissa tunnisteissa on erillinen virtalähde, kuten paristo, sekä erityisiin tehtäviin 
vaadittavaa elektroniikkaa. Aktiivinen tunniste käyttää omaa virtalähdettään tiedon lä-
hettämiseen, joten etäisyys lukijaan voi olla huomattavasti pitempi kuin passiivisen 
tunnisteen kanssa. Tunnisteessa oleva elektroniikka voi sisältää esimerkiksi mikropro-
sessoreita ja sensoreita. Tämän ansiosta aktiiviset tunnisteet pystyvät esimerkiksi mit-
taamaan ympärillä olevan lämpötilan ja tekemään laskelman keskilämpötilasta. Esi-
merkiksi kylmäkuljetuksissa tätä tekniikkaa hyödynnetään tehokkaasti. (Lahiri 2006, 
15) 
Toisin kuin passiivisen tunnisteen kanssa, tunnisteesta lukijaan tapahtuvassa tietolii-
kenteessä tunniste kommunikoi aina ensin. Koska tunniste ei tarvitse lukijaa toimiak-
seen, voi se lähettää dataa ympäristöön jatkuvasti. Tällaisessa jatkuvassa lähetystilassa 
olevaa aktiivista tunnistetta voidaan nimittää myös lähettimeksi. Aktiivinen tunniste 
voi toimia myös niin, että se siirtyy niin sanottuun unitilaan, kun lukija ei ole lähetty-
villä. Unitila säästää virtalähdettä ja pidentää näin ollen tunnisteen elinikää.  (Lahiri 
2006, 15; RFID Lab Finland 2012b) 
Kuten kuva 2 osoittaa, aktiivisen tunnisteen toiminnallisuus on parempi kuin passiivi-
sen, mutta myös hinta on korkeampi. Tärkeimpänä erona näiden kahden välillä voi-
daan pitää sitä, että aktiivinen tunniste tarvitsee oman virtalähteen toimiakseen. Sen 
sijaan passiivinen tunniste saa virtansa suoraan lukijalaitteesta Tästä johtuen lukuetäi-
syys on pieni verrattuna aktiiviseen tunnisteeseen ja lukulaitteen on oltava tehok-
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kaampi. Juuri hintansa vuoksi selkeästi suurin osa käytössä olevista tunnisteista on 
passiivisia. (RFID Lab Finland 2012b) 
 
         
Kuva 2. RFID-tunnisteiden väliset erot (RFID Lab Finland 2012b) 
2.2.3 Tunnisteiden antennit 
Antenni toimii väylänä tunnisteen ja lukijan välisessä kommunikoinnissa. Antenneja 
on tarjolla eri käyttökohteisiin tarpeen mukaan. Lineaarinen antenni tarjoaa suurem-
man lukuetäisyyden kuin kehäantenni, mutta lukutulos voi samalla olla epätarkempi. 
Lineaarinen antenni sopii hyvin tilanteisiin, joissa lukuasento on aina sama. (Bhuptani 
& Moradpour 2005, 47) Kuten kuva 3 osoittaa, vaikka itse mikrosiru on minimaali-
nen, antennin koko ja muoto määrittelevät tunnisteen ulkoasun.  
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Kuva 3. RFID-tunnisteen antenni (ToP Tunniste Oy 2012b) 
2.3 Lukulaitteet 
RFID-lukijan, jota kutsutaan myös kuulustelijaksi, tehtävä on kaapata ja prosessoida 
tunnisteen sisältämä data. Lukijasta riippuen dataa voi joko lukea tai sekä lukea että 
kirjoittaa. Lukulaitteet jaotellaan aktiivisiin ja passiivisiin, ja laite voi olla kiinteä tai 
kannettava. (Bhuptani & Moradpour 2005, 43-44) 
Lukulaite toimii tarvittavana energialähteenä passiivisille tunnisteille aktivoimalla 
näiden elektromagneettisen kentän. Vaadittava etäisyys aktivoimiseen riippuu täysin 
sekä lukijan että tunnisteen antennien koosta sekä lukijan tehosta. Tosin lukijan sallit-
tu teho on yleisesti määritelty erilaisissa standardeissa. Luettuaan datan lukija lähettää 
tiedon palvelinverkkoon. (Bhuptani & Moradpour 2005, 43-44; RFIDReader.com 
2012) 
Lukulaitteen pääkomponentit ovat lähetin, vastaanotin, mikroprosessori, muisti, si-
sääntulo ja ulostulo liitännät ulkoisille sensoreille ja toimilaitteille, ohjain, virtalähde 
ja käyttöliittymä (Lahiri 2006, 22). 
 
Kuva 4. Erilaisia RFID-lukulaitteita (Nordic ID 2012) 
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2.3.1 Lukijan antenni 
Lukijan antennin ulkoasu vaihtelee laajasti riippuen sovelluksen vaatimuksista. Esi-
merkiksi käsipäätteissä antenni on asennettu suoraan lukijaan. Isommissa järjestelmis-
sä, kuten lukuporteissa, voidaan lukijaan liittää useita antenneja ja suunnata ne siten, 
että lukuetäisyys ja tarkkuus ovat mahdollisimman hyvät. (Bhuptani & Moradpour 
2005, 48) 
Koska antenni lähettää radiosignaalia ympärilleen ja samalla vastaanottaa vastauksia 
tähän signaaliin, voidaan antennin oikeanlaisella sijoittamisella vaikuttaa lukutarkkuu-
teen. Antennista lukijaan menevän kaapelin pituus on kuitenkin yleisesti rajoitettu 
noin 2 – 8 metriin. (Lahiri 2006, 33) 
2.4 RFID:n käyttämät taajuusalueet 
Eri taajuusalueet ovat olennainen osa RFID-järjestelmää. Matalan (LF) ja korkean taa-
juuden (HF) tunnisteet siirtävät dataa ja saavat virtaa luomalla lukijan ja tunnisteen 
välille sähkömagneettisen induktion. Korkeampien taajuuksien tunnisteet käyttävät 
toimintaan sähkökentän heijastumista. Suomessa Viestintävirasto kontrolloi taajuus-
alueiden käyttöä. (RFID Lab Finland 2012a) 
2.4.1 LF (Low Frequency) 
Kaikki 30 kHz:n ja 300 kHz:n välillä olevat taajuudet kuuluvat LF taajuusalueelle. 
Tyypillinen järjestelmä toimii kuitenkin yleensä taajuudella 125 kHz. LF-järjestelmä 
on parhaimmillaan passiivisen tunnisteen kanssa ja kun datan siirtomäärät ovat pieniä. 
Nykyään LF-järjestelmien käyttö on rajoittunut lähinnä tiettyihin kulunvalvonnan ja 
eläintunnistuksen sovelluksiin, eikä niitä enää käytetä paljon uusissa sovelluskohteis-
sa. (Lahiri, 2006, 4; RFID Lab Finland 2012a) 
2.4.2 HF (High Frequency) 
HF-taajuusalueella käytetään standarditaajuutena kansainvälisesti vapaata taajuutta 
13,56 MHz.  Korkean taajuusalueen järjestelmiä käytetään yleensä tunnistamiseen lä-
hietäisyydellä, kuten kulunvalvonnassa, sillä suurin mahdollinen lukuetäisyys ihanne-
olosuhteissa on noin 1,5 metriä. (RFID Lab Finland 2012a) 
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Sekä LF- että HF-taajuuksilla toimiva RFID läpäisee hyvin vettä sisältäviä aineita, ku-
ten puun ja ihmisen. Lisäksi ongelmattomuus heijastusten suhteen, teollisuusympäris-
tön häiriönsietokyky ja helppo lukualueen rajaus ovat HF-taajuuden hyviä ominai-
suuksia. (RFID Lab Finland 2012a) 
 
2.4.3 UHF (Ultra High Frequency) 
RFID-taajuudet UHF-alueella vaihtelevat jonkin verran ympäri maailmaa 300 MHz:n 
ja 1 GHz:n välillä. Esimerkiksi Yhdysvalloissa passiivisissa tunnisteissa käytetään taa-
juusaluetta 902 - 928 MHz, kun taas Euroopassa taajuusalue on noin 869 MHz. Tyy-
pillinen aktiivinen UHF-taajuus asettuu välille 315 – 433 MHz. Tekniikka on herättä-
nyt paljon mielenkiintoa sen lupaavasta tulevaisuudesta logistiikan sovelluksissa. Juu-
ri UHF-tekniikkaa sovelletaan maailmalla tunnetuiksi tulleissa logistiikan toimitusket-
juihin liitetyissä RFID-lukijoissa, joita muun muassa Wal-Mart, Tesco ja Metro Group 
ovat pystyttäneet. Toisin kuin LF- ja HF-taajuisissa RFID-tunnistuksissa, UHF-
taajuusalueella toimiva RFID-tunnistus ei käytä kommunikointiin oskilloivaa mag-
neettikenttää, vaan tunniste ja lukija kommunikoivat radioaaltojen avulla.  (Lahiri 
2011, 4; RFID Lab Finland 2012a) 
2.4.4 Mikroaallot 
RFID toimii myös mikroaaltoalueilla 2,4 GHz – 6,0 GHz. Nämä ovat enimmäkseen 
käytössä aktiivitunnistuksessa, jossa tunniste pitää sisällään oman virtalähteen. Ylei-
simpiä käyttökohteita näillä taajuuksilla ovat tietullit ja junavaunujen seuranta. Vaikka 
mikroaaltotaajuusalueilla on suurin datansiirtonopeus, toimii tämän taajuusalueen tun-
nisteet heikosti metallien ja nesteiden läheisyydessä. (Lahiri 2006, 4-5; RFID Lab Fin-
land 2012) 
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Taulukko 1. Taajuusalueet sekä niiden tunnuspiirteet ja tyypilliset käyttökohteet  
(Reyes 2011, 22) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
2.5 RFID-standardit 
Standardit ovat tärkeitä etenkin logistiikassa hyödynnettävissä sovelluksissa. Useiden 
eri toimittajien on pystyttävä lukemaan samoja tunnisteita. Lisäksi standardien avulla 
Tyypillinen taa-
juusalue 
Tunnuspiirteet Esimerkkisovellukset 
 
LF 125-134 KHz 
 Lyhyt lukuetäisyys (<0,5 m) 
 Alhainen lukunopeus 
 Suhteellisen edullinen 
 Voi lukea nesteiden läpi 
 Toimii metallien lähellä 
 Kulunvalvonta 
 Eläintunnistus 
 Oluttynnyrien seuranta 
 Ajoneuvojen varkauden-
esto 
 
HF 13,56 MHz 
 Lukuetäisyys 1-3 m 
 Keskinkertainen lukunopeus 
 Toimii hyvin kosteassa ympä-
ristössä 
 Ei toimi hyvin metallien lähellä 
 
 Kulunvalvonta 
 Älykortit 
 Kirjaston kirjojen seuran-
ta 
 Konttien seuranta 
 Matkalaukkujen seuranta 
 Vaatteiden seuranta 
 
UHF 850-950 MHz 
 Pitkä lukuetäisyys (3-9 m) 
 Korkea lukunopeus 
 Signaalihäiriöt epätodennäköi-
siä 
 Ei toimi hyvin kosteassa ympä-
ristössä 
 Mahdollisia häiriöitä metallista 
 
 Tavaranhallinta 
 Toimitusketjujen hallinta 
 
Mikroaallot 2,45-
5,8 GHz 
 Keskipitkä lukuetäisyys (>3 m) 
 Samantapainen kuin UHF, mut-
ta paremmalla lukunopeudella 
 Junavaunujen seuranta 
 Tietullit 
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taataan valmistajariippumattomuus, joka edesauttaa tekniikan kehittymistä ja yleisty-
mistä pitäen osan standardeista niin sanotusti vapaina standardeina, joiden mukaisia 
laitteita kuka tahansa voi valmistaa. (RFID Lab Finland 2012) 
Standardeja kehitetään kansainvälisillä, kansallisilla, alueellisilla ja teollisuuskohtai-
silla alueilla. Standardin kehityksessä on mukana sitä enemmän alueita, mitä yleis-
maallisempi se on. (RFID Network 2012)  
RFID:n eri toimintamuodoille on luotu omat standardinsa. Air Interface Communica-
tions -protokollan standardit määrittelevät, miten lukija ja tunniste kommunikoivat 
keskenään. Näihin standardeihin kuuluvat radioyhteyden fyysiset määritteet, komento-
jen ja vastausten rakenne sekä tapa, jolla tunnistaa kommunikoinnissa vain yhden tun-
nisteen useiden joukosta. Datasisältöstandardit määrittelevät, mihin muotoon data tal-
lennetaan tunnisteeseen. Laitteiden kommunikointistandardit kuvailevat, miten data 
siirtyy lukijasta tietokoneeseen. Sovellusstandardit kertovat, miten tuotteita tulee käyt-
tää sovellusten yhteydessä. Noudattamisstandardit määrittävät ohjeet tietyn laitteen 
arviointiin niin, että laite täyttää vaaditut standardit. Monen RFID-ratkaisun standardit 
on kuitenkin kategorisoitu erikseen. Näitä ovat esimerkiksi tunnistekortit. (RDIF Net-
work 2012) 
RFID:n käyttämillä eri taajuusalueilla on omat standardinsa. LF-taajuusalue ei sisällä 
lainkaan vapaita standardeja. Esim. karjan tunnistukseen käytetään tunnisteen tietosi-
sällön määräävää standardia ISO 11784 sekä standardia ISO 11785 määrittämään tie-
donsiirtoprotokollan 134 kHz:n taajuudella. Valtaosa LF-taajusalueella toimivista so-
velluksista on suljettuja järjestelmiä taajuudella 125 kHz. Suljettu järjestelmä toimii 
ainoastaan siihen sidotun yhtiön RFID-teknikalla (RFID Lab Finland 2012) 
HF-taajuusalueelle, 13,56 MHz, on kehitetty standardit ISO 14443 ja ISO 15693. ISO 
14443 on käytössä RFID-tekniikkaa hyödyntävissä maksukorteissa, kulkulupakorteis-
sa ja esimerkiksi passeissa. Tähän standardiin pohjautuva Philipsin Mifare-sirutyyppi 
on standardin statuksessa maksukortti-RFID-markkinoilla. Sen lukuetäisyys on rajoi-
tettu 3 – 4 senttimetriin.(RFID Lab Finland 2012) 
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UHF-taajuudelle on kehitetty standardi ISO 18000-6. Tästä standardista on olemassa 
kolme eri versiota, 18000-6A, 18000-6B ja 18000-6C. Näistä viimeinen, joka tunne-
taan myös nimellä Gen2, on tärkein. (RFID Lab Finland 2012) 
Gen2, tai virallisemmin EPCglobal Class-1 Generation-2, on vuonna 2004 kehitelty 
standardi. Se sisältää määritelmät passiivisille tunnisteille, jotka käyttävät ITF (inter-
rogator-talks-first) -menetelmää, eli lukija aloittaa laitteiden välisen kommunikoinnin. 
Gen2 oli suuri edistysaskel RFID-teknologian kehityksessä. (Reyes 2011, 40) 
Gen2 toi mukanaan huomattavia parannuksia verrattuna aiempiin UHF-standardeihin. 
Näitä ovat muun muassa seuraavat:  
 nopeampi ja joustavampi luku- ja kirjoitusnopeus 
- jopa 1000 tunnistetta sekunnissa häiriöttömässä tilassa 
 luotettavampi tunnisteiden laskeminen 
 vakaampi toimivuus, kun useita lukijoita on lähekkäin 
 parempi turvallisuus edeltäjiinsä nähden 
 laajennettavuus. (Alien Technology 2012) 
2.5.1 Electronic Product Code (EPC) 
EPC eli sähköinen tuotekoodi on yleisesti RFID-tunnisteissa käytetty koodi. Sen avul-
la tuotteet saadaan tarkasti yksilöityä. EPC on tunnettu perinteisen viivakoodin seuraa-
jana. Se syntyi 1990-luvun lopulla perustetun Auto-ID Centerin kehityttyä GS1:n, 
maailmanlaajuisen voittoa tavoittelemattoman organisaation tytäryhtiöksi, EPCgloba-
liksi. EPCglobalin tehtävä on vakiinnuttaa ja tukea EPC:tä maailmanlaajuiseksi stan-
dardiksi automaattisessa tunnistuksessa. (Bhuptani & Moradpour 2005, 64; Vesa 
2007) 
EPC:n avulla jokaiseen tuotteeseen voi määrittää oman sarjanumeron. Koodiin voi-
daan lisätä tiedoksi esimerkiksi valmistuspäivä tai mihin tuote on matkalla. Niin val-
mistajat kuin jälleenmyyjätkin voivat erottaa samanlaiset tuotteet toisistaan. Tämä aut-
taa pitämään parempaa lukua inventaariosta ja tehostaa näin varastonhallintaa. Yksi-
löidyn koodin ansioista EPC on myös tehokas apu ehkäisemään piraattituotteiden jou-
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tumista myyntiin. Lisäksi koodiin on myös mahdollista lisätä tuotteiden viimeinen 
käyttöpäivä, jolloin ruokatuotteiden tuoreutta on helppo seurata. (GS1) 
EPC-koodi voi olla joko 64- tai 96-bittinen. Koodi on jaettu neljään eri numerosar-
jaan. Nämä ovat järjestyksessä alkutunniste, hallintanumero, objektiluokka ja sarja-
numero. Alkutunnisteesta selviää EPC:n versio, hallintanumero määrittää tuotteeseen 
liittyvän yrityksen, objektiluokka viittaa tarkkaan tuoteluokkaan ja viimeisenä oleva 
sarjanumero on tuotekohtainen koodi. Piste erottaa nämä numerosarjat toisistaan. (La-
hiri 2006, 214) 
Kuva 5. 96-bittinen EPC-koodi ja sen osat (Lahiri 2006, 214) 
2.6 RFID-tekniikan edut toimitusketjussa 
Tänä päivänä yritysten on tärkeää panostaa muun muassa toimitusketjun kulujen vä-
hentämiseen ja asiakaspalvelun parantamiseen. RFID-teknologian avulla koko toimi-
tusketjun toiminnan parantaminen on mahdollista. Lukuisat yritykset ympäri maail-
man ovat ymmärtäneet, että RFID-järjestelmän käyttöönotolla voidaan toimitusketjun 
loppupään lisäksi seurata myös alkupäätä. Näin yritys voi tutkia syitä parannusta vaa-
tiviin seikkoihin ja toimia tarpeen mukaan. (Reyes 2011, 142) 
RFID tarjoaa jatkuvaa reaaliaikaista ja ennen kaikkea laajaa informaatiota automaatti-
sesti. Sen avulla lastauslaituri tai trukki on helppo muuttaa datankeräyslaitteeksi, joka 
auttaa tavaran sijoittamisessa toimitusketjuun. Kerättyä dataa voidaan käyttää esimer-
kiksi hävikin ehkäisemiseen, turhien resurssien karsimiseen, kauppakumppanien hal-
lintaan, asiakaspalvelun tehostamiseen ja toimitusketjun sujuvuuden lisäämiseen. 
(Reyes 2011, 142-143) 
Pedro M. Reyes jakaa kirjassaan, RFID in the Supply Chain (2011, 143), RFID:n edut 
viiteen eri kategoriaan seuraavanlaisesti: 
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 Automaatio: Vähentää manuaalisia prosesseja automaattisen tunnistamisen ja 
datasyötön myötä ja sallii näin resurssien keskittämisen tärkeämpiin tehtäviin. 
 Yhtenäisyys: Parantaa reaaliaikaisen toimitusketjuinformaation yhtenäisyyttä 
kasvattamalla todentamista, turvallisuutta ja jäljitysmahdollisuuksia sekä vä-
hentämällä virheitä, hävikkiä ja väärennöksiä parantaen samalla asiakastyyty-
väisyyttä. 
 Nopeus: Minimoimalla tarvittavien resurssien etsimiseen ja jäljittämiseen ku-
luva aika parannetaan tuotteen käsittelynopeutta.  
 Ymmärrys: Reaaliaikaisen informaation tarjoaminen mahdollistaa nopeampia 
ja asiantuntevampia päätöksiä ja mahdollistaa paremman yhteistyökyvyn asi-
akkaiden kanssa. 
 Kyvykkyys: Tarjoaa laatu- ja prosessiparannuksia, ja uudet sovellukset autta-
vat kohtaamaan toimitusketjupartnerien vaatimukset ja lisäämään asiakasko-
kemuksia. 
3 NFC-TEKNIIKKA 
Near Field Communication eli NFC on RFID:n pohjalle rakennettu, standardeihin pe-
rustuva lyhyen matkan langaton teknologia. Tekniikkaa hyödynnetään tyypillisesti 
matkapuhelinten avulla, mutta myös NFC-sirullisia kortteja on tarjolla. Tekniikkaa on 
helppo nimittää Bluetoothin kehittyneemmäksi versioksi. Matkapuhelimiin on tarjolla 
luottokorttipalveluita tai ”rahakukkaro”-toiminto, johon käyttäjä voi halutessaan lada-
ta rahaa. Tyypillinen NFC:n käyttö tapahtuu koskettamalla NFC-sirun sisältämällä 
puhelimella toista NFC-laitetta. (Wikipedia 2012a) 
Vuonna 2004 perustettiin NFC Forum edistämään NFC-teknologian kehitystä. Siihen 
on liittynyt jo yli 170 jäsenyritystä. NFC Forumin tavoitteina on kehittää standardeja, 
pitää huoli, että NFC:n ominaisuuksia hyödyntävät tuotteet käyttävät NFC Forumin 
määritelmiä ja opastaa kuluttajia sekä yrityksiä NFC:stä maailmanlaajuisesti. (NFC 
Forum 2012a)  
3.1 NFC:n toiminta 
NFC:n toiminta perustuu sähkömagneettiseen induktioon kahden laitteen välillä, joista 
toinen toimii lukijana tai kirjoittajana ja toinen tunnisteena. Yhteys kahden laitteen vä-
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lille syntyy, kun laitteet tuodaan muutaman senttimetrin päähän toisistaan. NFC on pe-
riaatteessa standardien ISO 14443, ECMA (European Computer Manufacturers Asso-
ciation) ja ETSI (European Telecommunications Standards Institute) jatkumo. NFC-
tekniikka toimii samalla taajuudella kuin HF-taajuusalueella toimiva RFID eli 13,56 
MHz ja on yhteensopiva muiden laitteiden kanssa, jotka käyttävät ISO 14443              
-standardia. Näin ollen tekniikkaa on helppo tulevaisuudessa hyödyntää esimerkiksi 
julkisen liikenteen tai kauppojen maksupäätteissä. (Radio-Electronics.com 2012a; 
RFID-NFC 2012) 
3.2 NFC-tunnisteet 
NFC-tunnisteet ovat passiivisia, joten niillä ei ole omaa virtalähdettä. Tunnisteita käy-
tetään kommunikoimaan aktiivisen NFC-laitteen kanssa. Tunniste ottaa kommuni-
kointiin tarvitsemansa energiamäärän yhteydenluontivaiheessa suoraan NFC-
laitteesta. NFC-tunnisteita voidaan hyödyntää tehokkaasti pienen muistikapasiteetin 
tarvitsevissa sovelluksissa, kuten älyjulisteissa. Tunnisteeseen tallennettu data voi olla 
missä muodossa vain. Yleisin on kuitenkin vain yksinkertainen linkki Internetiin, josta 
käyttäjä voi katsoa lisätietoja. (Radio-Electronics.com 2012b) 
NFC Forum määrittelee NFC-tunnisteet neljään eri tyyppiin kommunikointinopeuden, 
muokattavuuden, muistin, turvallisuuden ja datan säilyttämisen perusteella. Nämä 
ovat NFC Forum Type 1, - Type 2, - Type 3 ja - Type 4-tunnisteet. (ToP Tunniste Oy 
2012a) 
Tunnistetyyppien 1 ja 2 kirjoitus- ja lukuominaisuudet ovat yhtenevät. Molemmat pe-
rustuvat samaan standardiin, ISO 14443-A, joka määrittelee tunnisteiden tiedonsiirto-
nopeudeksi 106 kbit sekunnissa. Ainoa ero näiden kahden välillä on niiden sisältämän 
muistin koko. Tyyppi 1 sisältää muistia 96 tavua, kun taas tyyppi 2:ssa sitä on vain 48 
tavua. Molemmissa muisti on kuitenkin laajennettavissa aina kahteen kilotavuun asti. 
(ToP Tunniste Oy 2012a) 
Myös tyyppien 3 ja 4 tunnisteet ovat lukuominaisuuksiltaan yhtenevät keskenään. 
Kumpaankin tunnistetyyppiin asetetaan jo valmistusvaiheessa haluttu lukuoikeus, joka 
voi olla luku ja uudelleenkirjoitus tai vain pelkkä luku. Tyypin 3 tunniste perustuu ja-
panilaiseen teollisuusstandardiin X 6319-4, joka tunnetaan myös nimellä FeliCa. Sen 
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tiedonsiirtonopeus voi olla joko 212 kbit sekunnissa tai 424 kbit sekunnissa. Muistin 
koko tyypin 3 tunnisteissa vaihtelee, mutta teoreettinen maksimi voi olla 1 Mt kutakin 
sovellusta kohden. Tyyppi 4 on sen sijaan yhteensopiva standardien ISO 14443-A ja 
ISO 14443-B kanssa. Muistia tyypin 4 tunnisteissa voi olla jopa 32 kt sovellusta koh-
den ja tiedonsiirtonopeus on 424 kbit sekunnissa. (ToP Tunniste Oy 2012a)  
Taulukko 2. NFC Forumin määrittelemien tunnistetyyppien ominaisuudet (Top Tun-
niste Oy 2012) 
 
 
 
 
 
 
 
3.3 NFC-tekniikka puhelimissa 
Ensimmäisen kerran NFC-tekniikka tuli puhelimiin vuonna 2004, kun Nokia julkisti 
tiettyihin puhelinmalleihin vaihtokuoria, jotka sisälsivät NFC-tekniikan. Mutta vasta 
vuonna 2007 se julkisti ensimmäisen puhelinmallin, joka sisälsi itsessään NFC-sirun. 
Tämä malli oli Nokia 6131. Sen tuomaa NFC-tekniikkaa alettiin hyödyntää jo samana 
vuonna Yhdysvalloissa erilaisissa maksupalveluissa sekä useissa Kiinan kaupungeissa 
matkalippujärjestelmissä. Lisäksi Lontoossa toteutettiin 500 käyttäjän kesken kokeilu, 
jossa he pystyivät käyttämään puhelinta Oyster Card –matkakorttina ja maksamaan 
ostoksia kuten pankkikortilla. Tämän jälkeen kehitys on ollut tasaista, ja markkinoilla 
on tänä päivänä maailmanlaajuisesti jo lähes 100 puhelinmallia, jotka sisältävät 
NFC:n. (Nokia Ääni 2012; NFC World 2013) 
Tyyppi Ominaisuudet Muisti Nopeus Standardi 
Type 1 
Kirjoitus ja uudelleenkirjoitus 
sekä mahdollisuus kirjoitus-
suojaukseen 
96 tavua, kas-
vatettavissa 2 
kt:n 
106 kbit/s 
ISO 14443-
A 
Type 2 
Kirjoitus ja uudelleenkirjoitus 
sekä mahdollisuus kirjoitus-
suojaukseen 
48 tavua, kas-
vatettavissa 2 
kt:n 
106 kbit/s 
ISO 14443-
A 
Type 3 
Esiasetettu lukuoikeus: luku ja 
uudelleenkirjoitus tai pelkkä 
luku 
Teoreettinen 
maksimi 1 
Mt/sovellus 
212 kbit/s 
ja 424 
kbit/s 
(JIS) X 
6319-4 
Type 4 
Esiasetettu lukuoikeus: luku ja 
uudelleenkirjoitus tai pelkkä 
luku 
Jopa 32 
kt/sovellus 
106 - 424 
kbit/s 
ISO 14443-
A ISO 
14443-B 
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NFC-tekniikalla on puhelimissa kolme pääasiallista toimintomuotoa. Nämä ovat ja-
kaminen, paritus ja niin sanottu täppääminen (engl. tapping). Jakaminen ja paritus 
muiden laitteiden välillä toimivat periaatteessa samalla tavoin kuin Bluetooth-
tekniikan kanssa, mutta NFC luo yhteyden automaattisesti vain koskettamalla toista 
puhelinta. 
Yleisin toimintomuoto tällä hetkellä lienee paritus. Koskettamalla puhelimella NFC-
tuettua Bluetooth-laitetta, kuten kuulokkeita, voidaan Bluetooth-yhteys muodostaa 
nopeasti ja ilman erillistä tunnistamista. Nokian Lumia 920 -malliin on saatavilla lan-
gaton latauspiste, joka perustuu NFC-tekniikkaan.  
NFC-tekniikkaa voi hyödyntää lukuisissa arkipäiväisissä toimissa. Lentokentillä tai 
erilaisilla asemilla sitä voi käyttää esimerkiksi kulkuportteihin tai erilaisista infopis-
teistä tiedon hankkimiseen. Työpaikoilla tekniikkaa voi hyödyntää kellokortin tavoin 
tai vaikka työpisteelle kirjautumiseen. Ravintoloissa ja kaupoissa NFC:n avulla voi 
maksaa ostokset ja kerätä kanta-asiakaspisteitä. Yksinkertaistettuna voidaan ajatella, 
että koko lompakon sisältö voidaan tallentaa puhelimeen ja käyttää NFC:n avulla.  
Taulukko 3. NFC-tekniikan mahdollisia käyttökohteita (NFC Forum 2012b) 
  
Alue 
Asemat ja 
lentokentät 
Autot Toimisto 
Kaupat ja 
ravintolat 
Teatterit 
yms. 
Missä ta-
hansa 
N
F
C
-p
u
h
el
im
en
 k
ä
y
tt
ö
k
o
h
d
e 
Kulkuportit 
Penkin 
säätö 
Saapuminen / 
poistuminen 
Maksami-
nen 
Pääsylippu 
Ohjelmien 
lataus ja 
personointi 
Tiedon 
saaminen 
älyjulisteis-
ta 
Oven 
avaus 
Käyntikortit 
Kanta-
asiakkuus 
Tietoa 
tapahtu-
masta 
Käyttöhis-
torian tar-
kastus 
 
Tiedon 
saaminen 
infopisteis-
tä 
Pysä-
köinnin 
maksa-
minen 
Tietokoneelle 
kirjautuminen 
Alennusku-
pongit 
  
Lippujen 
lataus 
Matkan 
maksami-
nen 
    
Tiedon ja 
alennuksien 
jakaminen 
  
Puhelimen 
etälukitus 
22 
 
 
 
3.3.1 Apple-yhtiö ja NFC 
Yhtenä isona takaiskuna NFC-teknologian yleistymisen tiellä voidaan pitää tietotek-
niikkayhtiö Applen puhelimien puuttumista NFC-sirullisten puhelinten listalta. Odo-
tuksista huolimatta Apple ei ole osoittanut kiinnostusta NFC-teknologiaan. Applen 
ylimpään johtoon kuuluva Phil Schillerin kertoi All Things D -uutissivuston haastatte-
lussa syyskuussa 2012 Applen iPhone 5 -puhelimen julkaisun jälkeen, että NFC ei ole 
ratkaisu tämän hetkisiin ongelmiin. Sen sijaan Apple panostaa Passbook-sovellukseen, 
joka täyttää Schillerin mukaan asiakkaiden vaatimukset. (All Things D 2012) 
Passbook on Applen iPhone 5 -puhelimen mukana tullut ominaisuus, joka antaa käyt-
täjälle mahdollisuuden tallentaa puhelimeensa muun muassa alennuskuponkeja, kanta-
asiakaskortteja ja matkalippuja (Wikipedia 2013). 
Lokakuussa 2012 Patently Apple -sivusto paljasti, että Applelle on myönnetty patentti 
vaihtoehtoiselle tunnistetekniikalle. Tekniikka perustuu puhelimen sisältämään kom-
passiominaisuuteen. Kun laitteet tuodaan lähekkäin, tunnistaa kompassi laitteen ympä-
rillä muuttuneen magneettikentän ja ilmoittaa yhteyspyynnön käyttäjälle. (Patently 
Apple 2012)  
Applen toiminnassa näyttäisi olevan jonkinasteista välinpitämättömyyttä vallitsevia 
trendejä kohtaan. Vaikuttaa siltä, että Apple ennemmin luo trendejä kuin seuraa niitä. 
Esimerkiksi kun muut valmistajat standardoivat laitteisiinsa mini- ja mikro-USB-
liitännät, Apple julkaisi kokonaan oman liitäntämallin. Applella ei tietenkään ole vel-
vollisuutta tehdä, kuten muut tekevät, mutta yksittäisten teknologioiden kehitykselle 
voisi olla parempi, että kaikki yrittäisivät tukea niitä. 
Applen pahimmat kilpailijat Samsung ja Nokia ovat panostaneet merkittävästi NFC:n 
markkinointiin. Esimerkiksi Samsungin mainoksissa voi nähdä puhelinten käyttäjien 
hyödyntävän NFC-ominaisuutta muun muassa tiedostojen jakamisessa. Mikäli NFC:n 
käyttö yleistyy, Applen lienee järkevintä liittyä muiden valmistajien joukkoon kilpail-
lakseen tehokkaasti.  
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3.3.2 NFC kotitalouksissa 
Verkkokaupoista voi kuka tahansa tilata kotiin NFC-tarroja ja ohjelmoida ne halua-
mallaan tavalla. Esimerkiksi Verkkokauppa.com:sta voi tilata 10 tarran paketin noin 
20 eurolla. Tarrat voi ohjelmoida haluamallaan tavalla puhelimeen asennetulla sovel-
luksella. Tarra on helppo kiinnittää esimerkiksi yöpöydälle ja ohjelmoida se vaikkapa 
asettamaan puhelin äänettömälle ja herätyskello soimaan tiettyyn aikaan. (Verkko-
kauppa.com 2013) 
Mielikuvitus on rajana käyttömahdollisuuksille. Henkilöt, joiden on sairauden tai 
muun syyn vuoksi vaikea käyttää puhelinten valikoita, voivat ohjelmoida tarroihin 
puhelinnumeron. Koskettamalla puhelimella tarraa, soitto tapahtuu automaattisesti. 
Tarran voi kiinnittää myös vaikka jääkaapin oveen ja pitää siinä ajan tasalla olevaa os-
toslistaa, jonka saa kätevästi suoraan puhelimeen.  
4 TUNNISTETEKNOLOGIOIDEN UUSIA INNOVAATIOITA 
4.1 Esineiden Internet 
Esineiden Internetistä puhuttaessa tarkoitetaan tulevaisuuden kuvaa, jossa elektronis-
ten laitteiden ja esineiden välillä tapahtuu jatkuvaa kommunikointia. RFID-tekniikkaa 
pidetään tärkeimpänä tekijänä esineiden Internetin kehittymisessä. Tunnisteiden omi-
naisuuksien kehittyessä ja hintojen aletessa voidaan tulevaisuudessa RFID:tä hyödyn-
tää jokaisessa laitteessa. RFID:n avulla jokainen tuote voidaan yksilöidä ja tuotteet 
voivat kommunikoida keskenään. Lisäksi esineet voidaan paikantaa metrien tarkkuu-
della. (TTY 2012)  
Tänä päivänä maailmassa on jokaista ihmistä kohden kaksi Internetiin kytkettyä laitet-
ta. Cisco IBSG:n teettämän ennustuksen mukaan tämä luku on vuonna 2020 jo noin 
6,5 laitetta ihmistä kohti eli noin 50 miljardia. (Evans 2011, 3) 
Tällä hetkellä esineiden Internet voidaan mieltää irrallisina tiettyyn tarkoitukseen ra-
kennettuina järjestelminä. Esimerkiksi autoissa on useita toimintaverkkoja, jotka oh-
jaavat moottorin toimintoja, turvaominaisuuksia ja kommunikointijärjestelmiä. Myös 
kotitalouksissa ilmastointi, tuuletus ja lämmitys muodostavat omat verkostonsa. Tule-
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vaisuudessa nämä kaikki yksittäiset verkot ovat yhteydessä toisiinsa ja hallittavissa 
toisten kautta. (Evans 2011, 4) 
Toistaiseksi haasteita esineiden Internetille asettaa RFID-tunnisteiden hinta, niiden 
yhdistäminen ja toimintavarmuus. Tulevaisuudessa esimerkiksi tulostettavan elektro-
niikan kehitys on yksi ratkaiseva tekijä näiden haasteiden ratkaisemiseksi. (TTY 
2012) 
Toteutuessaan esineiden Internet mullistaa ihmisten elämän. Sen avulla esimerkiksi 
herätyskello voi ilmoittaa herätyksestä kahvinkeittimelle esineiden Internetin välityk-
sellä, jolloin keitin menee päälle. Tai auto-onnettomuuden sattuessa auton sisällä ole-
va tunniste lähettäisi automaattisesti tiedon hätäkeskukseen ja varoittaisi lähestyviä 
autoja. Puhutaan siis koko maailman automatisoinnista.  
4.2 Vilant Systems Oy:n junantunnistusjärjestelmä 
Vilant Systems Oy on Euroopan johtavia RFID-järjestelmien toimittajia. Vuonna 2011 
yritys toteutti osana VR:n logistisia palveluita toimittavalle yksikölle, VR Transpoin-
tille, kehitettyä RFID-tietojärjestelmää projektin, jossa se lisäsi yli 10 000 junanvau-
nuun ja veturiin Gen2-RFID-tunnisteen. Liikennevirasto, joka vastaa Suomen raide-
verkoston hallinnasta, kehityksestä ja ylläpidosta, on tehnyt sopimuksen Vilant Sys-
tems Oy:n kanssa RFID-junantunnistusjärjestelmän toimittamisesta. Järjestelmä tulee 
kattamaan koko Suomen raideverkoston ja radan varsille asennetaan 120 RFID-
lukupistettä. Uusi järjestelmä mahdollistaa reaaliaikaisen junanseurannan jopa 250 
km/h asti. (RFID Journal 2012) 
RFID-järjestelmä on tarkoitus integroida Liikenneviraston vikailmaisinjärjestelmään, 
jonka avulla kerätään tietoa raidekaluston kunnosta. RFID:n avulla on mahdollista ke-
rätä vaunukohtaista tarkkaa tietoa ja tällä tavalla parantaa turvallisuutta ja ennaltaeh-
käistä vikoja. (PRNewswire 2012) 
Järjestelmän käytöstä tehty pilottijakso kesti yli vuoden. Sinä aikana asennettiin eri 
puolille Suomen rataverkostoa neljä RFID-lukijayksikköä, joilla kerättiin tietoa ohi 
ajavista vaunuista sekä yhdistettiin tiedot vikailmaisinjärjestelmään. Testien perusteel-
la järjestelmä on äärimmäisen luotettava myös syrjäseuduilla, sillä se toimii paitsi In-
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ternetin, myös mobiiliverkon kautta. (PRNewswire 2012)  
Kuva 6. RFID junissa (Vilant Systems Oy 2012)  
Vilant Systems Oy:n ja Liikenneviraston välinen hankesopimus alkoi kesäkuussa 
2012 ja päättyy huhtikuussa 2014 (Liikennevirasto 2012). 
Vilant Systems Oy:n liiketoiminnan kehityspäällikkö Antti Känsälä kertoi Logistiik-
ka-Kuljetus 2012 -messuilla siitä, miten metsäteollisuusyritys Stora Enso hyödyntää 
VR Transpointin tavaravaunuihin asennettuja RFID-tunnisteita tänä päivänä. Stora 
Enson ratapihalle on asennettu RFID-lukulaite, joka rekisteröi jokaisen vaunun nume-
ron siihen kiinnitetyn RFID-tunnisteen perusteella. Tunnistettuaan vaunut laite lähet-
tää tiedon suoraan Stora Enson taustajärjestelmään. Näin saatiin Känsälän mukaan 
poistettua työvaihe, jossa henkilö manuaalisesti tarkastaa ja kirjaa vaunu kerrallaan tu-
levan tavaran. Känsälä kuitenkin huomauttaa, että koska RFID:n lukuvarmuus ei ikinä 
ole 100 prosenttia, samalla laitteella on pystyttävä tunnistamaan myös vaunut, joista 
tunnistetta ei saada luettua. Tämä tapahtuu esimerkiksi akselien perusteella. Näin saa-
daan tieto, mitä vaunuja RFID-tunnistettujen vaunujen välissä on. Lisäksi lukulaittee-
seen on yhdistetty laserskanneri, joka mittaa vaunuun lastatun puun määrän kuutioina. 
(Känsälä 2012) 
Edellä kuvattu järjestelmä on rakennettu niin, että se on helposti laajennettavissa. 
Känsälän mukaan Stora Ensolla oli alun perin ajatuksena, että järjestelmä levitetään 
kaikkiin tehtaisiin, joissa siitä on hyötyä. ”Kaikki tiedonjako on keskitetysti yhdellä 
serverikomponentilla, eli kun seuraavalle tehtaalle halutaan implementoida tätä, sin-
ne viedään periaatteessa vain hubi ja laite. Kaikki taustajärjestelmä on valmiina, jo-
ten laajentaminen on helppoa ja kustannustehokasta.” (Känsälä 2012) 
Radanvarsilla toteutettavan RFID-tunnistuksen avulla on mahdollista saada tarkkaa 
tietoa junien sijainnista. Tämä tieto voidaan lähettää suoraan juna-asemien järjestel-
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mään ja pitää asemalla odottavat matkustajat ajan tasalla. Tulevaisuudessa järjestelmä 
voidaan mahdollisesti liittää liikenteenohjausjärjestelmään. Järjestelmä voisi auto-
maattisesti junien paikka- ja matkatietojen perusteella laskea jatkuvasti liikenteen koh-
taamispisteitä ja ohjata junia ehkäistäkseen ruuhkautumista.  
4.3 Tuoretuotteet ja RFID 
Tuoretuotteiden kuljetukseen liittyy suuria pilaantuvuuteen liittyviä haasteita. YK:n 
ympäristöohjelman mukaan kaikesta maailman ruokahävikistä noin 13 miljoonaa eu-
roa syntyy kuljetusketjun lämpötilavaihteluiden takia ja siksi, että ruoka kuljetetaan tai 
säilötään väärissä lämpötiloissa. On arvioitu, että tiettyjä tuotteita voitaisiin pitää 
kauppojen hyllyillä jopa 60 % pidempään, mikäli lämpötila pysyisi optimaalisena ko-
ko kuljetusketjun ajan. Nyt RFID:n avulla on mahdollista auttaa tilannetta. Lisäksi 
tekniikka myös helpottaa tuotteen elinkaaren seurantaa, varsinkin elintarvikkeiden, 
jotka noudattelevat tarkkoja EU-säädöksiä. (Säilä 2012a; Säilä 2012b) 
Erityisesti kasvis-, kala- ja hedelmätuotteet ovat herkkiä lämpötilavaihteluille. Jo pie-
net lämpötilan muutokset kuljetuksen tai varastoinnin aikana voivat aiheuttaa koko 
erän pilaantumisen. Nordic ID:n liiketoiminnan kehitysjohtaja Jessica Säilän mukaan 
jokainen kuljetuslaatikko voitaisiin varustaa aktiivisella RFID-tunnisteella, joka tark-
kailee lämpötilaa. Koska lämpötila voi vaihdella myös kuljetustilan sisällä, on tarkkai-
lu nimenomaan yksilötasolla tärkeää. Samaa toimintaperiaatetta on Säilän mukaan 
mahdollista hyödyntää myös rullakoissa hyllytasolla. Näin voidaan tarkkaan seurata, 
milloin mikäkin tuote on siirretty varastosta lattialle ja miten pitkään tuotteet ovat hyl-
lyssä ja missä lämpötilassa. Jos laatikoissa on RFID-tagi, on helppo seurata myös nii-
den tulojärjestystä. Tämä johtaa suoraan hävikin pienenemiseen, kun myydään van-
himmat ensin. (Säilä 2012a) 
Kuluttajat vaativat jatkuvasti lisää tietoa tuotteiden alkuperästä. Myös erilaiset sää-
dökset aiheuttavat päänvaivaa yrityksille. Yleinen ongelma on myös, että asiakas ei 
aina tiedä, voiko liha- tai kalatuotteen pakastaa, vai onko se jo kertaalleen pakastettu 
ja sulatettu. RFID-tekniikan avulla voitaisiin lisätä esimerkiksi lihapakkaukseen 
RFID-tunniste jo alkupisteessä. Tunnisteeseen tallentuisi tietoja koko kuljetusketjun 
ajan. Asiakas voi näin saada selville esimerkiksi tuotteensa alkuperän ja tuoreusasteen 
muun tuoteselosteen ohella.  
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4.4 Tunnisteteknologia autoteollisuudessa 
Tunnisteteknologiaa on hyödynnetty autoteollisuudessa jo pidemmän aikaa. Esimer-
kiksi varkaudenestojärjestelmissä on yleisesti käytössä RFID-teknologia. RFID:n 
käyttö varkaudenestossa perustuu siihen, että auto tunnistaa avaimen sisällä olevan 
RFID-sirun ja estää käynnistyksen väärällä avaimella. Lisäksi RFID:tä on hyödynnet-
ty muun muassa ajoneuvojen paikantamiseen parkkipaikalla ja parkkialueille pääsyyn. 
(Lynch 2012) 
Nyt myös NFC-tekniikkaa ollaan siirtämässä autoteollisuuteen. Eteläkorealainen au-
tovalmistaja Hyundai on demonstroinut NFC-teknologiaa autoilussa hyödyntävän lii-
tettävyyskonseptin. Yhtiö tiedotti joulukuussa 2012, että vuonna 2015 on tarkoitus 
tuoda markkinoille automalli, joka on liitettävissä matkapuhelimeen NFC-teknologian 
avulla. (Clark 2013) 
Tekniikan ansiosta auton ovet saa avattua ja lukittua koskettamalla NFC-puhelimella 
tunnistetta. Lisäksi puhelin on synkronoitavissa auton keskikonsolin kosketusnäytön 
kanssa. Näin ollen kaikki puhelimen sisältämä data, kuten musiikki ja yhteystiedot, 
ovat käytettävissä auton konsolista käsin. Puhelin myös latautuu langattomasti samaan 
aikaan. Hyundai Motor Europen varapääjohtaja sekä operatiivinen johtaja totesi, että 
teknologian kehittyessä on myös mahdollista liittää kunkin kuljettajan penkin ja taus-
tapeilin asetukset puhelimeen. (Clark 2013)   
Hyundain esittelemässä tekniikassa ei varsinaisesti ole mitään uutta. NFC:tä on hyö-
dynnetty erilaisissa ovien avaamisessa jo pidemmän aikaa. Lisäksi vastaavat ja monet 
muut ominaisuudet ovat olleet saatavilla älypuhelimiin jo pidemmän aikaa esimerkiksi 
Viper SmartStart -sovelluksen muodossa. Tämä tosin vaatii Viper SmartStart-
järjestelmän erillistä asennusta autoon (Viper 2013). Hyundain konsepti sen sijaan oli-
si ensimmäinen vastaava järjestelmä, joka on saatavilla suoraan autonvalmistajalta. 
Vielä toistaiseksi on kuitenkin epäselvää, sertifioidaanko järjestelmä vain tietyille pu-
helinmalleille, vai onko kyseessä avoin sovellus. (Nguyen 2012) 
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4.5 HSL:n Pysäkkiseinä-palvelu 
HSL eli Helsingin seudun liikenne käynnisti syyskuussa 2012 raitiovaunulinjoilla pi-
lottihankkeen nimeltä Pysäkkiseinä. Kyseessä on hieman Twitteriin verrattavissa ole-
va virtuaalinen viestialusta, joka hyödyntää NFC-teknologiaa. Hanke toteutettiin yh-
dessä Nokian, kaupunkilehti Metron sekä digitaalisten palvelujen kehittäjän Forum 
Virium Helsingin kanssa. Yli 200 pysäkille asennettiin kaksi NFC-tunnistetta. Toinen 
on tarkoitettu matkalipun ostamiseen puhelimen avulla ja toinen viestipalveluun. Kun 
asiakas koskettaa tunnistetta NFC-puhelimellaan, avautuu Pysäkkiseinä-palvelu auto-
maattisesti puhelimen näytölle ja halutessaan asiakas voi kirjoittaa viestin tai vain lu-
kea muiden jättämiä viestejä. (TagAge 2012) 
Projektiin tunnisteet toimitti suomalaisen painotalo Hansaprintin TagAge-palvelu. 
Tunnisteet ovat Pysäkkiseinä-palvelua varten erikseen räätälöityjä kestämään ulkoil-
man vaihtelevia olosuhteita. Lisäksi jokainen tunniste on ohjelmoitu pysäkkien mu-
kaan. Näin on saatu kerättyä tietoa siitä, millä linjoilla ja pysäkeillä palvelua on käy-
tetty eniten. (TagAge 2012)   
Lokakuun 2012 loppuun mennessä Pysäkkiseinä-palvelu oli kerännyt noin 9200 vie-
railijaa. Näistä kuitenkin vain 6 % oli käyttänyt NFC-tekniikkaa. HSL:n viestintäjoh-
taja Mari Flink toteaa HSL:n julkaisemassa uutisessa, että tämä oli odotettavissa, sillä 
NFC-puhelimia on vielä liikkeellä vähän.(HSL 2012)  
Kuva 7. Pysäkkiseinä (TagAge 2012)                         
Flinkin mukaan projektin mahdollinen jatkuminen vaatii huomattavasti suurempaa ra-
hoitusta kuin pilotti. On mahdollista, että Pysäkkiseinä-palveluun liitetään mahdolli-
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suus ladata kuvia ja videoita. On myös mahdollista liittää palveluun tietoa aikataulujen 
poikkeamista. Flinkin ennusteen mukaan tulevaisuudessa NFC-teknologiaa voidaan 
käyttää tarkistamaan, paljonko aikaa tai rahaa matkakortissa on jäljellä. (TagAge 
2012) 
4.6 Mobiilimaksaminen 
Mobiilimaksaminen on jo pitkään ollut esillä korttimaksujen korvaajana. NFC-
tekniikan yleistyessä voitaneen olettaa, että ostosten maksamisesta älypuhelimella tu-
lee kuluttajille arkipäivää. Vuonna 1997 Sonera lanseerasi juoma-automaatteihin 
mahdollisuuden maksaa ostos soittamalla automaatissa näkyvään numeroon. Tästä 
puhelinoperaattorin kautta laskutettavasta ostoksesta käytetään nimitystä etämaksami-
nen (Wikipedia 2012b) 
Nykyisen tunnisteteknologian kehityksen myötä puhelimella tapahtuvasta NFC-
lähimaksamisesta on tulossa yleistä. Kansainvälinen tietotekniikan alan tutkimusyritys 
Gartner arvioi toukokuussa 2012 julkaisemassaan raportissa, että vuoden 2012 lop-
puun mennessä mobiilimaksaminen kasvaisi vuoteen 2011 verrattuna 62 prosenttia, 
jolloin mobiilimaksulla tehtyjen ostosten kokonaissumma olisi jopa 171 miljardia dol-
laria. Niin ikään myös mobiilimaksua käyttävien henkilöiden määrän arveltiin kasva-
van noin 32 prosenttia 160 miljoonasta 212 miljoonaan henkilöön. Gartnerin tutki-
musjohtaja Sandy Shen uskoo, että mobiilimaksaminen yleistyy keskimäärin 42 pro-
sentin vuosivauhdilla vuosien 2011 ja 2016 välillä.  Gartnerin teettämissä laskelmissa 
huomioitiin NFC:n lisäksi myös muun muassa tekstiviestimaksaminen. (Gartner 2012) 
Pelkästään NFC-teknologiaan keskittyvän kasvututkimuksen teetti ruotsalainen Bergh 
Insight -niminen yritys. Se arvioi, että vuonna 2016 maailmassa on jo 700 miljoonaa 
NFC-puhelinta käytössä. Lisäksi yritys ilmoittaa toisessa tutkimuksessaan, että poh-
joisamerikkalaisista maksupisteistä 86 prosentissa on NFC-maksuominaisuus vuonna 
2017. (Berg Insight 2012) 
4.6.1 Google Wallet 
Yhdysvaltalaisen Google-yhtiön kehittämä puhelimen NFC-tekniikkaa hyödyntävä 
Google Wallet –sovellus julkaistiin syyskuussa 2011. Sen avulla on mahdollista käyt-
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tää esimerkiksi pankkikortteja, luottokortteja, kanta-asiakaskortteja ja lahjakortteja 
suoraan puhelimesta. Sovellus on yhteensopiva kaikkien yleisimpien luottokorttien 
kanssa, ja sillä voi maksaa ostoksia niin verkkokaupassa kuin perinteisissäkin liikkeis-
sä, kunhan ne tukevat palvelua. (Google 2013a) 
Tammikuussa 2013 Google Wallet –palvelu oli saatavilla seuraaviin Android-
käyttöjärjestelmän puhelimiin.  
Puhelimet 
 Samsung Nexus S 4G 
 Samsung Galaxy Nexus  
 Samsung Galaxy Nexus GSM/HSPA+ 
 Samsung Galaxy Victory 4G LTE 
 Samsung Galaxy SIII 
 Samsung Galaxy Axiom 
 LG Viper™ 4G LTE 
 LG Optimus Elite™ 
 LG Nexus 4 GSM/HSPA+  
 HTC EVO 4G LTE 
Tabletit 
 Asus Nexus 7 
 Samsung Nexus 10 (Google 2013b) 
4.6.2 Mobiilimaksamisen turvallisuus 
Kun periaatteessa koko omaisuus siirretään puhelimella käytettäväksi, on selvää, että 
turvallisuus on tärkeää. Google selvittää oman Google Wallet -palvelunsa turvalli-
suusseikkoja seuraavanlaisesti: 
 Kaikki Google Walletissa olevat kortit ovat salattuja 
 Palvelun käynnistäminen vaatii 4-numeroisen koodin. 
 Oikeat maksukortin tiedot eivät tallennu myyjälle tai käyttöjärjestelmään, vaan 
maksu tapahtuu Googlen välityksellä. 
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 Jos puhelin häviää tai se varastetaan, Google Wallet -tilin voi sulkea välittö-
mästi Internetin välityksellä ilman, että oikeat kortit lakkaavat toimimasta. 
(Google 2013c) 
Lisäksi Google Wallet toimii ainoastaan puhelimissa, jotka sisältävät erillisen NFC-
turvaelementin. Tämä turvaelementti on erillään puhelimen käyttöjärjestelmästä ja 
vain sallitut ohjelmat voivat luoda yhteyden turvaelementtiin tapahtumia varten. Tur-
vaelementtiin tallennetulla datalla on useita suojakerroksia ja sitä suojataan myös lait-
teistotasolla peukaloinnilta. (Google 2013a) 
Mobiilimaksaminen on suunniteltu pienille ostoksille, eikä maksutapahtumaa lähtö-
kohtaisesti tarvitse vahvistaa erillisellä numerosarjalla.. Maksutapahtumassa hyödyn-
netään samoja turvamekanismeja kuin sirukorteissa lisäten turvallisuuteen vielä uusia 
tasoja. Onkin tärkeää, että yritykset demonstroivat kuluttajille NFC-
mobiilimaksamisen turvallisuutta. Epäluulo tietoturvauhkista on omalta osaltaan hi-
dastanut markkinoiden kehitystä. Kuluttajat voivat kuitenkin esimerkiksi vaatia PIN-
koodin käyttöönottoa mobiilimaksuissa, ennen kuin tekniikka voi yleistyä. (Gemalto 
2013) 
4.6.3 Mobiilimaksaminen Suomessa 
Suomessa maksujärjestelmiä ja korttipalveluita tarjoava Nets Finland Oy julkaisi tou-
kokuussa 2012 mobiilimaksamiseen liittyvän tutkimuksen, johon osallistui 1030 suo-
malaista. Tutkimuksessa todettiin, että lähimaksaminen kiinnostaa suomalaisia, mutta 
matkapuhelimeen maksuvälineenä ei luoteta. Jopa 90 prosenttia vastanneista oli sitä 
mieltä, että matkapuhelin ei ole sopiva väline maksamiseen. (Nets Finland Oy) 
Monet tahot ovat kuitenkin ryhtyneet tuomaan markkinoille NFC-tekniikkaan pohjau-
tuvia palveluja. Esimerkiksi Kesko lanseerasi keväällä 2012 NFC-sirullisen K-Plussa-
kanta-asiakaskortin, joka palkittiin loppuvuodesta 2012 Suomen parhaaksi NFC-
teknologiaan perustuvaksi palveluksi Suomen Paras Mobiilipalvelu 2012 -kilpailussa. 
Vaikka toistaiseksi lähiluettavalla K-Plussa-kortilla ei olekaan mahdollista maksaa os-
toksia, on suunta kuitenkin teknologian kehityksen kannalta oikea. K-ryhmän kaupois-
ta löytyy yli 5000 maksupäätettä, jotka tukevat lähiluettavaa korttia, joten lähitulevai-
suudessa myös maksaminen lienee todellisuutta. (Kesko 2012) 
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Suomessa mobiilimaksaminen on kuitenkin vasta alkutekijöissään. Kehityksen merk-
kejä saatiin, kun teleoperaattori Elisa teki yhteistyösopimuksen Lyyra-opiskelijakortin 
kanssa. Yhteistyön tuloksena syntynyt Elisa Lompakko -palvelu otettiin käyttöön syk-
syllä 2012 ja se tarjoaa yli 100 000 opiskelijalle mahdollisuuden kokeilla NFC-
maksamista alle 25 euron ostoksissa. Toistaiseksi ei kuitenkaan ole vielä mahdollista 
hyödyntää puhelimen omaa NFC:tä, vaan palvelun mukana tulee NFC-tarra, joka si-
sältää maksukorttiominaisuuden. Palveluun on mahdollista ladata saldoa verkkoselai-
men tai mobiilisovelluksen kautta. Elisan tarkoitus on kuitenkin tulevaisuudessa sisäl-
lyttää palveluun mahdollisuus käyttää puhelimen omaa NFC:tä. (Elisa 2012) 
Toistaiseksi tarvittavaa tietoturvatekniikkaa ei ole kuitenkaan saatavilla riittävästi. Eli-
sa Palsta -keskustelupalstan viestien mukaan Suomessa markkinoilla olevissa NFC-
puhelimissa ei ole maksupalveluihin vaadittua turvaelementtiä, lukuun ottamatta joi-
takin Samsungin puhelinmalleja sekä Nokian Lumia 920- ja 820-malleja. (Elisa Palsta 
2013) 
4.7 Tulevaisuuden älykauppa 
Älykauppa ja kaikki siihen liittyvä on tunnisteteknologioiden käyttökohteista kenties 
tavallista kuluttajaa eniten kiinnostavaa. Marraskuun 2012 alussa julkaistu kotimaisen 
tietojärjestelmätoimittaja Maestron trendikartoitus ennustaa, että tulevaisuuden tekno-
logia muuttaa kaupankäyntiä jo lähitulevaisuudessa. Itsepalvelupisteiden ja digitaali-
suuden myötä kaupankäynnistä on tulossa entistä asiakaspalvelukeskeisempää. Esi-
merkiksi myyjä voi työssään keskittyä entistä enemmän asiakaspalveluun. (Maestro 
2012) 
4.7.1 Itsepalvelukassat 
Ensimmäinen näkyvä askel älykauppaan ja monessa maassa jo pitkään käytössä olleet 
itsepalvelukassat ovat löytämässä tiensä Suomenkin kauppoihin. Itsepalvelukassalla 
asiakas skannaa itse tuotteiden EAN-koodit ja maksaa tuotteet sirukortilla. Kassat ovat 
kytkettyinä normaalin kassan tapaan myymälän tietojärjestelmään, jonne tieto oste-
tuista tuotteista siirtyy.  
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Itsepalvelukassa ei ole kovinkaan uusi konsepti. Niitä oli käytössä jo 1990-luvulla 
useissa kauppaketjuissa Yhdysvalloissa, Isossa-Britanniassa, Kanadassa ja Australias-
sa. Tänä päivänä itsepalvelukassojen määrä kasvaa huimaa vauhtia. Tutkimuslaitos 
RBR:n mukaan itsepalvelukassajärjestelmien käyttöönotto maailmassa kasvaa 25 % 
vuodessa. Vuonna 2011 maailmassa oli 170 000 käytössä olevaa kassayksikköä ja en-
nusteen mukaan vuonna 2015 käytössä on jo 381 000 yksikköä. (NV-Inco)  
 
Kuva 8. Itsepalvelukassojen lukumäärä maailmassa. (NV-Inco) 
Suomessa S-ryhmä aloitti itsepalvelukassojen kokeilun kesäkuussa 2012 ottamalla pi-
kakassat käyttöön S-market Vallilassa Helsingissä. Myöhemmin kesällä pikakassat 
otettiin käyttöön myös S-market Sykkeessä Lahdessa sekä lokakuussa Tampereen     
S-market Hervannassa. U-Scan-nimisen pikakassajärjestelmän S-ryhmälle toimitti Fu-
jitsu Finland Oyj. Fujitsun sovellusliiketoimintayksikön johtajan Matti Koskisen mu-
kaan kyseessä on helppokäyttöinen laite, joka on joustavasti laajennettavissa ja jonka 
asentaminen on helppoa. Valikon ja ääniopasteen kieli on asiakkaan valittavissa. (Fu-
jitsu 2012) 
4.7.2 K-Citymarket Launeen käsipääteskannaus-pilotti 
Kesko lähti loppuvuodesta 2012 mukaan itsepalvelukassatoimintaan käynnistämällä 
pilottihankkeen Lahden Launeen K-Citymarketissa. Normaalin itsepalvelukassan li-
säksi hankkeeseen kuuluu käsipääteskannaus. Asiakas voi kauppaan tullessaan ottaa 
ostoskierrokselle mukaan käsiskannerin, jolla voi skannata tuotteen viivakoodin jo 
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otettaessaan tuotteen hyllystä ja pakata sen suoraan ostoskassiin. Kaupasta poistuttaes-
sa käsipääte palautetaan maksupisteeseen ja maksetaan ostokset kortilla. Palvelu on 
ainoa laatuaan Suomessa. (K-Citymarket 2012) 
Saadakseen käsiskannerin käyttöön asiakkaalla tulee olla K-Plussa-kanta-asiakaskortti 
ja hänen on rekisteröidyttävä palvelun käyttäjäksi. Samalla K-Plussa-kanta-
asiakaskortti toimii tunnisteena, jolla käsipäätteen saa mukaan ostoskierrokselle. 
Kauppias Mikko Puhakan mukaan palvelu on saanut ensimmäisten kahden kuukauden 
aikana hyvän vastaanoton asiakkailta. He ovat olleet tyytyväisiä, kun on mahdollisuus 
välttää jonotus kassalla. Puhakka kuitenkin korostaa, että tarkoituksena ei ole lopettaa 
perinteistä kassatoimintaa kokonaan eikä työpaikkoja ole tarkoitus vähentää. Puhakan 
mukaan tällainen itsepalvelutoiminta on tullut ruokakauppoihin jäädäkseen, mutta 
päätökset projektin jatkamisesta tehdään vasta myöhemmin. (Kontu 2013)  
Kuva 9. Käsipääteskanneri Lahden Launeen K-Citymarketissa (K-citymarket 2012) 
Myös satunnaisesti haastattelemani eri ikäryhmiin kuuluvat asiakkaat olivat yhtä miel-
tä palvelun toimivuudesta. Laitteiden käyttö oli jokaisen mielestä selkeän ääniohjauk-
sen ja helppokäyttöisen kosketusnäytön ansiosta vaivatonta. Käyttäjien kokemusten 
perusteella käsipääteskannaus sopii erityisen hyvin kiireisille ihmisille, sillä aikaa 
säästyy niin jonotuksessa kuin tavaroiden liukuhihnalle asettamisessa ja pakkaamises-
sa.  
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Erityistä kiitosta sai myös mahdollisuus seurata tehtyjen ostosten kokonaissummaa os-
tosten edetessä. Tämä toiminto on erityisen hyvä asiakkaille, joilla on tarkka budjetti. 
Näin he ovat jatkuvasti perillä ostosten kokonaissaldosta ilman summittaista päässä-
laskua. Jos ostoskierroksella huomaakin jonkin jo skannaamansa tavaran tarpeetto-
maksi, on se helppo poistaa skannerin muistista ja palauttaa hyllyyn. 
4.7.3 StoLPan 
StoLPan eli Store Logistics and Payment with NFC on Euroopan komission tukema 
yhdistys. Se tutkii muun muassa uusia ratkaisuja älykkääseen vähittäiskauppaan NFC-
tekniikan avulla. Projektin ajatuksena on tarjota asiakasystävällinen ostokokemus, pa-
rantaa kaupanalan taloutta ja parantaa vähittäiskaupan tehokkuutta. (StoLPan 2012) 
StoLPanin mukaan tulevaisuuden älykaupan kulmakivi on maksamisprosessi. Sen 
keskeinen ajatus on, että jokainen tuote sisältää RFID-tunnisteen, jonka ostoskorissa 
oleva RFID-lukija tunnistaa ja lähettää tiedon ostoskoriin asennetulle näytölle. Asia-
kas pystyy näin jatkuvasti tarkkailemaan ostoskorinsa sisältöä ja hintaa. Tunnisteille 
on mahdollista myös tallentaa lisätietoja tuotteista. Itse maksaminen tapahtuu joko 
NFC-puhelimella tai vastaavasti NFC-sirun sisältävällä maksukortilla. Maksun yhtey-
dessä tiedot lähetetään langattoman verkon kautta kaupan tietojärjestelmään, joka 
poistaa tunnisteiden hälytystoiminnon käytöstä ja asiakas pääsee lähtemään kaupasta. 
(StoLPan 2012) 
4.8 Sprayantenni 
Yhdysvaltalainen ChamTech Enterprises tiedotti helmikuussa 2012 kehittäneensä 
spraymaalattavan nanoteknologiaan perustuvan antennimallin, jolla on mahdollista 
muuttaa mikä tahansa pinta antenniksi, esimerkiksi puu tai tolppa. Suihke levittää 
maalattavalle pinnalle tuhansia nanokondensaattoreita, jotka reagoivat keskenään. 
(Ray 2012) 
Yhtiön toimitusjohtajan Anthony Suteran mukaan maalattaessa jo olemassa olevan an-
tennin päälle voidaan tämän tehoa kasvattaa huomattavasti. Esimerkiksi kun peitettiin 
RFID-tunniste kauttaaltaan ChamTechin sprayantennilla, havaittiin lukuetäisyyden 
kasvavan 1,5 metristä jopa 200 metriin. Lisäksi yhtiö testasi antennin kantavuutta mm. 
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veden alla. Käytettäessä kahta armeijan käytössä olevaa standardimallista antennia 
pystyttiin signaali lukemaan noin 30 metrin päähän 50 Mhz:n taajuudella. Kun käyt-
töön otettiin ChamTechin tekniikka, pystyttiin signaali lukemaan lähes 2 kilometriin 
päästä. Materiaali mahdollistaa energian keräämisen ympäristöstä, ja näin ollen se ei 
tarvitsisi erillistä virtalähdettä. (Ray 2012) 
Tekniikalla on onnistuessaan valtavaa potentiaalia. Sprayantennia voitaisiin hyödyntää 
esimerkiksi lentokoneissa, jolloin maan tasalla olevia RFID-tunnisteita pystyisi luke-
maan periaatteessa ilmasta. Epäselväksi kuitenkin jää, mikä tämän keksinnön nykytila 
on. Julkistamisen jälkeen ei tekniikasta ole tullut julki uutta tietoa, eikä luotettavia läh-
teitä ja tarkkoja tutkimustuloksia ole löydettävissä. Nähtäväksi jää, tuleeko tekniikka 
mullistamaan langattoman kommunikoinnin. Yksi syy hiljaiselolle voi olla myös Yh-
dysvaltojen hallituksen kiinnostuneisuus asiaan. 
Tekniikkaan on syytä suhtautua varauksella. Tanskalaisen Aalborgin yliopiston elekt-
ronisten järjestelmien osaston professori Gert Frølund Pedersen kertoo Ingeniøren-
verkkosivun artikkelissa, että keksintö on todennäköisesti tekaistu. Hänen mukaansa 
yhtiön väittämät eivät ole mitenkään tieteellisiä ja esimerkiksi lähes kahden kilometrin 
päästä signaalin lukeminen veden alla on hänen mukaansa mahdotonta kaikissa tapa-
uksissa. Pedersenin mukaan nanoteknologialla on periaatteessa mahdollista saada ku-
paria vahvempi sähkönjohtokyky, mutta hän väittää, että näitä partikkeleita ei ole 
mahdollista käyttää näin yksinkertaisesti. Keksinnön soveltaminen vaatisi monimut-
kaisempaa käsittelyä, eikä riitä, että partikkeleja sisältävä aine vain viedään pinnalle. 
(Loiborg 2012) 
On epävarmaa, kuinka luotettavaa Pedersenin kritiikki on, sillä esimerkiksi hänen na-
noteknologian tuntemuksestaan ei ole tietoa. Pedersenin asema elektronisten järjes-
telmien professorina toki vahvistaa hänen auktoriteettiaan tässä aiheessa. Lisäksi, kos-
ka artikkeli on tanskankielinen julkaisu, jouduin turvautumaan Google-hakukoneen 
tarjoamaan Kääntäjä-palveluun. 
5 POHDINTAA TULEVASTA 
Tunnisteteknologioilla on potentiaalia luoda valtava määrä ihmisten jokapäiväistä 
elämää helpottavia ja teollisuutta parantavia tekijöitä.  
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Tulevaisuudessa elintarviketeollisuus tarjoaa erilaisille tunnisteteknologiapalveluille 
suuria markkinoita. Ruokatuotteiden tuoteselosteissa voi olla useita kymmeniä eri ai-
neksia. Varsinkin ihmisille, joilla on erityisruokavalio, tuoteselosteiden jatkuva läpi-
käynti kaupassa voi olla aikaa vievää. Mikäli teknologia joskus mahdollistaa sen, että 
RFID- tai NFC-tunniste löytyy lähes joka tuotteesta, kuluttajat voivat tarkastella tuo-
tetta erillisellä mobiilisovelluksella. Sovelluksen henkilökohtaisten asetusten mukaan 
kuluttaja saa haluamansa tiedon tuotteesta. Kuluttaja saattaa esimerkiksi haluta tietää 
vain yksittäisen raaka-aineen erityisruokavalion vuoksi. Puhelimen sovellus ilmoittaa 
lukemisen jälkeen käyttäjälleen suoraan, sisältääkö tuote kysyttyä raaka-ainetta. 
Ympäristön suojeluun on ryhdytty kiinnittämään entistä enemmän huomiota, ja tun-
nisteteknologia voisi auttaa myös siinä. Tunnisteen voisi kiinnittää tuotteeseen, jolloin 
tuotteen materiaalitiedot ja kierrätysohjeet olisivat nopeasti saatavilla. Myös erilaiset 
sertifioinnit ympäristöystävällisyydestä voisivat olla tunnisteesta luettavissa. Näin ol-
len kuluttajan valinta toisiaan vastaavien tuotteiden väliltä helpottuisi. 
Kuluttajanäkökulmasta tilanne on mielenkiintoinen. Varsinkin nuori sukupolvi omak-
suu uutta teknologiaa nopeammin, kuin yrityksillä on tarjota siihen liittyviä palveluita. 
Yritysten kannattanee alkaa reagoida tarjoamalla NFC-tekniikkaa hyödyntäviä sovel-
luksia asiakkaille. Tämä voi parantaa yrityksen kilpailukykyä. 
NFC:n kehityksen yksi suuri este näyttäisi olevan standardien ja yritysten välisen yh-
teistyön puute. Toimiva laaja järjestelmä vaatisi yhteistyötä pankkien, teleoperaattori-
en ja puhelinvalmistajien välillä, mutta ilman kunnon standardeja yritykset menettävät 
kiinnostuksensa. Monet yritykset ovatkin jo etsimässä vaihtoehtoja NFC:lle mobiili-
maksamisessa. 
Internetissä käytettävän maksujenvälitysjärjestelmän PayPalin johtaja David Marcus 
kertoi The Wall Street Journal -lehdelle tammikuussa 2013, että NFC ei edistä mobii-
limaksamista tai paranna asiakaskokemusta, vaan itse asiassa on haitaksi näille. NFC-
maksaminen vaatii puhelimen viemisen maksupäätteelle, mutta Marcus on sitä mieltä, 
että älypuhelinten omistajan ei ole tarve mennä mihinkään tiettyyn maksupisteeseen. 
(Rooney 2013) 
38 
 
 
Maestron trendikartoitus 2013 (Maestro 2012) mainitsee verkkokaupan ja fyysisen 
kaupan yhteen sulautumisen yhtenä tulevaisuuden älykaupan näkökulmana. Esimer-
kiksi Applen kaupoissa tuotteiden maksaminen puhelimella heidän Apple Store           
-sovelluksensa avulla on jo mahdollista. Sovellus hyödyntää kaupan sisäistä langaton-
ta verkkoa ja sovelluksen sisältämää viivakoodinlukuominaisuutta. Ostokset makse-
taan syöttämällä luottokorttitiedot tai käyttämällä iTunes-tiliä. (Magenta 2012) 
Onkin täysin mahdollista, että mobiilimaksaminen kaupoissa menee juuri Applen 
osoittamaan suuntaan. Esimerkiksi tässä opinnäytetyössä esittelemäni K-Citymarketin 
käsipääteskannaus toimisi matkapuhelimilla K-Citymarket-sovelluksen avulla, jossa 
Apple Store-sovelluksen tapaan kirjauduttaisiin kaupan sisäiseen langattomaan verk-
koon ja luettaisiin matkapuhelimella tuotteiden viivakoodeja käsiskannerin sijaan. 
Keskustelin tunnisteteknologioiden tulevaisuudessa tuomista mahdollisuuksista kasva-
tustieteiden maisteri R-M. Kekonin kanssa. Hän oli huolissaan siitä, miten tulevaisuu-
dessa päivittäisten asioiden hoitaminen automaattien kanssa vaikuttaa ihmisten sosiaa-
lisiin kykyihin. On tärkeää, että lapsesta asti opittaisiin asioimaan ihmisten kanssa 
kasvotusten. Lisäksi hän oli huolissaan siitä, miten lasten matemaattisten taitojen käy 
jatkossa, kun pienetkin raha-asiat voidaan tulevaisuudessa hoitaa vain heilauttamalla 
matkapuhelinta lukulaitteen edessä. Hänen oli vaikea keksiä, miten ala-asteikäisiä lap-
sia voisi tulevaisuudessa motivoida perusmatematiikan oppimiseen. (Kekoni 2012) 
Nyky-yhteiskunnassa herättää paljon keskustelua yhteiskunnasta syrjäytyminen. Niin 
nuoret kuin vanhuksetkin erakoituvat omiin oloihinsa. Onkin mielestäni syytä kyseen-
alaistaa itsepalvelukassojen ja esineiden Internetin yleistyminen. Automatisointia voi-
daan ajatella yhtenä mahdollisena syrjäytymisen aiheuttajana. Monelle yksinäiselle 
ihmiselle kaupassa asiointi on päivän ainoa sosiaalinen tapahtuma. Tästä ei tosin ole 
tieteellistä näyttöä, ja syrjäytymiseen liittyviä psykologisia ilmiöitä olisi syytä tutkia. 
Toisaalta, kuten Maestron trenditutkimuksesta (Maestro 2012) kävi ilmi, on itsepalve-
lukassojen tarkoituksena tehdä kaupassa käynnistä entistä asiakaspalvelukeskeisem-
pää. Nähtäväksi jää, toteutuuko tutkimuksen tulos, vai vähentävätkö itsepalveluun siir-
tyvät kaupat henkilökuntaa paremman tuottavuuden nimissä. 
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6 JOHTOPÄÄTÖKSET 
Tunnisteteknologiat kehittyvät nopeasti. Kehitys on ehkä jopa liian nopeaa, sillä teol-
lisuus ei aina pysy kuluttajien perässä. Uusia käyttötapoja syntyy jatkuvasti. Siitä, mi-
hin tekniikka on vuonna 2020 kehittynyt, voi esittää vain arvauksia.  
RFID-tekniikkaa hyödynnetään jatkuvasti uusissa sovelluksissa. Sen merkitys esimer-
kiksi toimitusketjun toimivuuteen on merkittävämpi kuin koskaan. Tekniikka ei aina-
kaan toistaiseksi ole syrjäyttänyt perinteisiä viivakoodeja tunnistustekniikkana, mutta 
tulevaisuudessa sekin on täysin mahdollista. Painettavan elektroniikan kehittyminen 
kasvattanee RFID-tunnisteiden volyymia merkittävästi ja kenties luo yhteiskunnan, 
jossa kaikki laitteet ovat yhteydessä toisiinsa esineiden Internetin välityksellä. 
NFC-tekniikka on kehitetty jo vuosia sitten, mutta edelleenkään sen käyttö ei ole glo-
baalilla tasolla muuhun elektroniikkaan verrattuna kovin yleistä. Kuitenkin suosion 
kasvua on havaittavissa. Nähtäväksi jää, tuleeko NFC:stä puhutun kaltainen mullista-
va tekniikka vai jääkö se vain pienimuotoiseksi palvelusovellusten pohjaksi. Mikäli 
Apple onnistuu kehittämään oman vastineensa NFC:lle, nähdään tulevaisuudessa 
mahdollisesti standardien välinen taistelu, jollainen nähtiin esimerkiksi Blu-Rayn ja 
HD-DVD:n välillä. Todennäköistä on, että NFC yleistyy nopeimmin yksinkertaisissa 
sovelluksissa. Seuraava suuri askel Suomessa lienee matkakorttien sisällyttäminen 
matkapuhelimeen NFC-tekniikkaa hyödyntäen. 
Tunnisteteknologioiden kehittyminen voi hyvässä tapauksessa pienentää maailman 
ruokahävikkiä ja muuta jätettä, kun saatavilla olevan tiedon määrä lisääntyy. Resurssi-
en tuhlaus ei ole ainoastaan taloudellinen haitta, vaan tulevaisuuden turvaamiseksi 
myös ympäristöä on suojeltava. Kun toimitusketjua ja tuotteen elinkaarta tarkkaillaan 
paremmin, voidaan minimoida hävikki ja kehittää tuottavuusastetta. 
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