





Tujuan dari melakukan penilaian risiko pada Divisi IT Security PT. XYZ sebagai ta-
hap awal dalam manajemen risiko. Kemudian dari hasil penilaian risiko akan 
dilakukan proses mitigasi risiko. Penilaian risiko dilakukan berdasarkan metode 
NIST SP800-30. Terdapat 9 langkah didalamnya yaitu karakterisasi sistem 
,identifikasi ancaman, identifikasi kerentanan, analisa kontrol, penentuan kemungki-
nan, analisa dampak, penentuan risiko, rekomendasi kontrol, dan dokumentasi hasil. 
Kemudian dilakukan mitigasi risiko berupa peningkatan kebijakan keamanan, 
pembuatan SOP, dan rekomendasi penanggulangan insiden.  Hasil yang dicapai ada-
lah peningkatan kontrol keamanan terhadap risiko yang ada. Kesimpulan dari penu-
lisan ini adalah proses manajemen risiko dibutuhkan untuk meningkatkan keamanan 
informasi Perusahaan.  
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Abstrak ABSTRACT 
The purpose of this thesis is to conduct risk assessment to IT Security Division at 
PT.XYZ as a first step in risk management. After acquire  the  risk management 
output, then will be prepared risk mitigation process. Risk Assessment will be 
conducted according to NIST methode SP800-30. According to this method, The risk 
assessment methodology encompasses nine primary steps which are are describe as: 
System Characterization, Threat Identification, Vulnerability Identification  
Control Analysis, Likelihood Determination, Impact Analysis, Risk Determination  
Control Recommendations, & Results Documentation. And then will be done risk 
mitigation by improving information security policy, create new SOP and provide 
recommendation for incident handling. The final output is to achieve improvement on 
information security control againts the risks occured. This writings conclude that 
risk management process are needed to improve information security at PT.XYZ. 
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