securing and sharing of vital information. Biosecurity is therefore the sum of risk management practices in defense against biological threats'' [my emphasis].
This wide charter defines a subject that is not easily compartmentalizedda bio-terrorism attack could threaten food safety, and an accidental laboratory release of a lethal pathogen could become a risk to our national security. One goal of this special issue of JALA is to represent this interdisciplinary subject by sharing news from a range of authors with a breadth of experience, including those who work outside of traditional laboratories in broader arenas of biosecurity and biosafety as well as those who work directly with biosafety and biosecurity technologies.
This special issue also marks another milestone for ALA. As the first special issue devoted exclusively to the art and science of laboratory automation for biosafety and biosecurity, it illustrates how a lot of the same scientific techniques and technologies that are successfully embraced by one particular group of ALA members can translate and apply to laboratories that serve other seemingly disparate industries, such as drug discovery and development, food and agriculture, energy and petrochemicals.
Many e-mails from where I started, I can say that coordinating this special issue of JALA has been a privilege and distinct pleasure. My thanks to all involved, especially the authors, manuscript reviewers, and ALA's JALA team. 
