Abstract-Energy is the most basic utility required and so monitoring and controlling of energy consumption is a major priority and doing this starting at the domestic level is the best solution. The Existing domestic Energy meter reading systems universally exist many problems. Thus a smart meter is proposed based on the wireless technology internet of things. The proposed smart energy meter system for home management makes use a raspberry pi processor. The voltage and current sensor measures the current and voltage consumed by the load and is fed to the microcontroller for calculating the power consumed. This value is then sent to the central server for electricity bill calculation through the internet and also the same is displayed in a monitor at home at regular intervals. Displaying the energy consumed creates awareness about the amount of energy used by the user and enables him to analyze and reduce the energy used.
I. INTRODUCTION
Electricity theft has emerged as a serious problem in power sectors especially in the developing countries. A huge amount of revenue is lost due to electricity theft. In some countries this is so severe that governments are incurring losses instead of revenue. In some cases government has to provide subsidies to the power sector to maintain a reasonable price of electricity. The financial loss results in shortage of funds for investments to expand the existing power capacity and as a result governments are failing to satisfy the ever increasing demand of electricity.
In some cases this problem has become so extreme that the affected power systems are near bankrupt. Power theft is a concerned issue even in the most efficient power systems like in USA and moderately efficient system like in Malaysia. However, in developing and under developed countries the practice of power theft is so common that it is often kept out of discussion.
Electricity theft includes tampering meters to show a low meter reading, stealing electricity bypassing a meter, billing irregularities and unpaid bills. Billing irregularities comprise inaccurate meter reading taken by bribed service man and intentional fixing of the bill by office staffs in exchange of illicit payments from the consumer. Different nontechnical and technical methods were proposed in the past to detect electricity pilfering. Nontechnical methods may include inspection of the customers with suspicious load profile. Although periodic inspection can substantially reduce theft, such measure requires large manpower and huge labor. Such effort also fails in most cases due to the dishonesty of the staffs.
Some of the technical ways to detect pilferage are use of central observer meter at secondary terminals of distribution transformer, harmonic generator, genetic support vector machines, extreme learning machine, and power line impedance technique. However, these technical approaches can be effectively implemented only if proper communication is ensured between the central control station and the appropriate test points. Recently, prepaid energy meters based on WI-FI network has been proposed. These meters incorporate the facility of prepaid metering system and remote load control.
This prepaid metering system can be further matured to address the problem of electricity theft. In this paper, we have proposed a WI-FI based prepaid energy metering system which deals with different aspects of electricity theft. The proposed system prevents irregularities of billing, reluctance of consumers to pay bills in time, meter tampering and bypassing.
II.
EXISTING SYSTEM A set of papers focuses on the automation of the complete power distribution grid, of which the "lastmeter" micro grid is only a subsystem. In this case, the complete grid includes power generation plants, transmission and distribution networks and "smart" consumers with local generation capabilities, flexible usage and sometimes energy storage capacity. This large infrastructure is usually managed by a central server/data storage or Supervisory Control and Data Acquisition (SCADA) system transmission from the customer site to the last node of power distribution (last meter).Many transport options are typically proposed, such as the use of dedicated lines, to POTS/modem, PLC, wireless links.
III.
PROPOSED SYSTEM In the proposed system the power utility maintains a server and each consumer is provided an energy meter. The server and prepaid meters use WI-FI modem and WI-FI module respectively to communicate with each other using the WI-FI network. Shows an overview of the proposed prepaid metering system. The energy meter consists of a microcontroller (AT mega 32), energy measuring chip (ADE7751), WI-FI module (Simens A62 mobile phone in our work), MAX232, current transformers, potential transformers, LCD display and a relay.
The energy metering chip produces pulses proportional to the energy consumed using the outputs of current and potential transformers. The microcontroller calculates the energy consumption by counting the output pulses of the energy metering chip on an interrupt basis. The microcontroller uses AT command set to communicate with the WI-FI module (mobile phone). A battery backup is also available in the energy meter. The backup is required to detect electricity theft. Demonstrates the prototype of the energy meter the simplified block diagram of the meter. \ The complete circuit diagram of the proposed meter. The C programming language and the MATLAB software have been used to program the microcontroller and to implement the server, respectively. The recharging process in the proposed metering system is similar to that of recharging balance in a mobile phone. The user has to buy a scratch card and scratch it to uncover the secret pin number of the corresponding energy unit he has bought.
For example, if a user wants to buy 100 units (KWh), he has to pay for the 100 units and obtain a scratch card which holds the secret pin number of the corresponding 100 units. The user has to send the pin number to the server through SMS. The server then checks whether the pin number is valid or not. If the pin number is valid, the server then extracts the information of energy-unit from the pin number (in this case 100 units) and sends it to the meter of the user through WI-FI network.
The household meter then receives the corresponding unit and is activated. As the user consumes energy, the corresponding units are deducted from the total balance and the remaining units are displayed using LCD. After the consumption of the allocated energy, the meter automatically disconnects the load from the main power line using the relay until the user recharges again. Thus the system avoids the irregularities associated with traditional billing system and ensures revenue collection.
IV.
MAIN CONCEPT Aim of this project we need to avoid the electricity theft and maintain the electricity loss that why we used this concept because we used to a some setup to monitor and control this all this process. Some controlling setup used to control the entire process of this energy metering, and also this method used to find the maximum usage of energy in the particular area that track by using this concept. 
V. ARCHITECTURE

Architecture Diagram Explanation
Many technologies and methods have been used in IOT based system to achieve the smart meter management and processing of the data, here we will collect all the data coming from the different sensors and sending to a computer. The key section of data processing includes data acquisition, data storage, data inquiry, and data analysis. In this project, a data processing framework is applied in the online monitoring system to deal with massive number of heterogeneous data collected from the underlying physical layer.
The framework is divided into a structure of six layers; Device Layer consists of various kinds of sensors which are used to measure parameters (such as current transformer, power transformer, etc.) of the equipment. It is at the bottom logic structure of the system. The original data collection and system command are realized in this layer. Physical layer is made up of data transmission devices using different kinds of physical transmission methods and protocols We may regard it as a data transport layer. Agent layer can be regarded as a transforming layer between physical layer and its upper layers. Physical communication protocol used by any type of device is transformed to a physical protocol by the intelligent gateway, which has the capacity of carrying Modbus/TCP protocol in agent layer.
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Thus, a complex heterogeneous network is changed into a relatively simple homogeneous network. The whole agent layer be regarded as a composition of protocol conversion. Data processing layer mainly deals with the massive data generated by online monitoring system. Its task includes congestion control of the network and filtration, validation, storage and analysis of the data. Device management layer is made up of two kinds of flows.
The function of the data flow is to convert the heterogeneous data, which is obtained by different protocol technology in the physical layer, into a unified format data. The function of the process flow is to response to services requests from upper layer, and then converts it into the commands which can be performed by different underlying technologies.
In this proposed project we are controlling and monitoring the different sensors which are connected to the microcontroller and finally the collected data we will transmit to the admin system which is connected to Wi-Fi.
Modules
In this system, the prepaid energy meter is done in the following manner: 1. Recharge Webpage: Here we can recharge the account by user after getting low balance alert. 2. Control and Monitor Web Page: On this module we can control the device and monitor consume of energy on the load. 3. Alert Message to User: On this module alert message send to user for low balance alert and remember to recharge VI. MATHEMATICAL IMPLEMENTATION Before proceeding for the calculations, first we have to keep in mind the pulse rate of energy meter. There are two pulse rates of energy meter first is 1600 imp/kwh and second is 3200 imp/kwh. So let's calculate 3200 imp/kwh pulse rate energy meter.
So first we need to calculate the Pulses for 100watt, means how many times Pulse LED will blink in a minute, for the load of 100 watts.
Pulse= (Pulse rate*watt*time)/ (1000*3600) So pulses for 100 watt bulb in 60 seconds, with energy meter of 3200 imp/kwh pulse rate can be calculated as below: Pulses=3200*100*60/1000*3600 Pulses = ~5.33 pulse per minute Now we need to calculate Power factor of a single pulse, means how much electricity will be consumed in one pulse: PF= watt/(hour*Pulse) PF=100/60*5.33 PF=0.3125 watt in a single pulse Units= PF*Total pulse/1000
Total pulses in an hour is around 5.33*60=320 Units = 0.3125*320/1000 Units = 0.1 per hour If a 100 watt bulb is lighting for a day then it will consume Units =0.1*24 Units = 2.4 Units and suppose unit rate is at your region is 5 rupees per unit then You have to pay for 2.4 Units Rs: Rupees= 2.4*5 = 12 rupees VII.
EXPERIENTAL SETUP The design includes an energy meter interfaced to the microcontroller through current transformer. The energy meter will measure the energy consumed and sends it to the microcontroller ADC (analog to digital conversion) port. Here the microcontroller converts the analog value from energy meter into digital values. The measured quantity will give the power consumption value, which is given to the Raspberry Pi. Here Raspberry Pi is continuously used to monitor the meter reading and gives weekly information about the number of units consumed by the customer and also indicates the price per unit. The information is being sent to the both customer and electricity department. When the balance of unites are less than the minimum limit prescribed by the electricity board, Raspberry Pi microcontroller interrupts the relay to disconnect load automatically and no power will be supplied to the house. The buzzer is also attached to the Raspberry Pi through relay to alert the user which indicates low balance of units. In this system the customer was given a unique ID number for every energy meter. This ID number is interlinked to SIM card. Wi-Fi is connected to the Raspberry Pi 2, which is used to transfer the data of the user meter from Raspberry Pi to remote station by wireless module. The meter reading is stored in database of Raspberry Pi system.
VIII.
CONCLUSION In this paper, we have proposed a prepaid energy meter which takes advantage of the WI-FI network that has virtually access to every household and area across different countries. The WI-FI communication not only implements the idea of prepaid consumption of electricity but also facilitates the utilities to control energy theft using our smart energy meter. In this system, the information of electricity theft is directly reported to the central authority. Therefore, utilities can take immediate legal action against the accused consumer and hence control electricity theft to a great extent. The proposed meter is thus highly useful for power utilities for reducing electricity pilfering and ensuring revenue collection.
