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Abstract 
Despite of abundant studies, little is known about controllable variables of flaming. In order to address 
this challenge, this study explores flaming mechanism in terms of three perception factors (perceived risk, 
anonymity and expected emotional reaction) and finds a controllable variable which moderates that 
mechanism. The findings of this study are referred that public self-awareness, perceived identifiability 
and affective social presence have significant effects on flaming in terms of perception factors, while 
information overload moderates the influence of public self-awareness on flaming. From those results, it 
is important to preventing information overload in order to control flaming. More implications and 
limitations are discussed on last section. 
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Introduction 
Compared to offline environment, online communities boast anonymity as one of its most distinctive 
environmental characteristics. In online communities, users communicate with each other relatively 
anonymously by using identifiers such as nicknames or avatars. Even more, when communicating on an 
anonymous bulletin board, users are assured that their anonymity will be kept safe by the community 
system so that no one can identify authors of postings or replies.  
Anonymous environments entail more bolded communication, which may increase hostile behavior as 
consequences. In computer-mediated communication with guaranteed anonymity, social barriers tend to 
be broken down, which can lead to extreme criticism of others, flaming, etc. (Pinsonneault and Heppel 
1997). The more severe such extremeness become, the less likely other users will be to participate, which 
may lead to the collapse of online communities. 
Studies regarding hostile behavior online have been addressed two-folded; First, some studies have been 
investigated some characteristics of individuals who behave in hostile way (Suler 2004) such as gender or 
personality. Second, other studies focus on why some individuals do hostile behaviors, especially about 
anonymity (Alonzo and Aiken 2004; Kowalski and Limber 2007; Lapidot-Lefler and Barak 2012). 
However, aside from the issue of anonymity, few studies deal with the effect of online environment that 
can be controlled. 
This paper explores the mechanism of hostile behavior in terms of perceived risk with other factors and 
reveals specific online environment that can affect this mechanism 
Flaming as a Major Type of Hostile Behavior 
Flaming is an expression of a strong opinion using insults and swearing, or offensive and hostile 
comments (Siegel et al. 1986; Derks, Fischer, et al., 2008). Flaming is also referred as toxic disinhibition, 
which describes online behaviors that can damage one’s own or other’s self-image without any beneficial 
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personal growth (Suler 2004). As a typical manifestation of toxic disinhibition, flaming is also defined as a 
hostile mode of expression toward others (Alonzo and Aiken 2004; Derks, Fischer, et al., 2008). 
Flaming has been the subject of many studies. In order to understand what motivates users to engage in 
flaming behavior, some researchers analyze demographic information such as gender (Slonje and Smith 
2008; Sourander, Klomek, Ikonen, Lindroos, Luntamo, Koskelainen, Ristkari, Helenius2010) or personal 
characteristics (Ang, Tan and Mansor 2011; Fanti, Demetriou and Hawa 2012). Sensation-seeking scale, 
risk-taking propensity would be examples of the characteristics.  
Other studies pay attention to what causes some users to practice flaming behaviors. A conceptual model 
of flaming motives is proposed which is composed of psychological variables and flaming motives (Alonzo 
and Aiken 2004). Their conceptual model is based on ‘Uses and Gratifications Theory’, which suggests 
that individuals behave to gratify their psychological motives (Alonzo and Aiken 2004; Blumler 1979). 
Anonymity has been studies as an influential environment on flaming and its factors, also. 
Flaming and Its Primary Factors 
 
Figure 1. Conceptual Framework 
 
As shown in Figure 1, this paper propose the conceptual framework composed of three primary factors of 
hostile bebavior; perceived risk, anonymity and expected emotional reaction. Perceived risk refers to a 
psychological obstacle which may suppress hostile behaviors. Anonymity is a well-known factor of hostile 
behavior. Among the various dimensions of anonymity, this study takes a perspective of personal 
perception. Expected emotional reaction is a personal perception about atmosphere of online community. 
This factor may motivate hostile behavior. 
Perceived Risk 
People tend to avoid losing information because they are roughly twice as sensitive to information loss as 
to information gain (Kahneman and Tversky 1979). This phenomenon is known as “loss aversion,” and it 
often occurs when a person is making a decision about risky choices or behaviors. Of course, loss aversion 
is more likely to happen when people can identify the loss resulting from their choices or behaviors. 
Perceiving that loss may occur, people manage risk as much as possible to avoid it. By the same token, in 
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computer-mediated communication, users manage risk and make conscious decisions regarding risky 
choices or behaviors.  
Because computer-mediated communication is a virtual environment, online environment and features 
can be modified freely. There are many features of online environment, but this paper centers on a 
controllable feature which can affect the risk assessment process. For those reasons, this study deals with 
the risk assessment process as a main factor of the mechanism of online hostile behavior.  
The risk management process involves four steps: identifying risk; assessing risk; deciding and 
implementing risk management actions; and monitoring risk (Hallikas et al. 2004). In the risk 
management process, before behavior, individuals follow risk identification, risk assessment. Then they 
implement their decision and wait for feedback. In here, risk identification means identifying possible 
risks, at the same time, risk assessment refers to measuring those identified risks. 
In terms of hostile behaviors, there are various possible risks from getting blame to being punished. 
Among them, a risk in this study is operationally defined as “damaged online social status”. 
After identifying the risk of damaged online social status, assessing that risk is followed. Risk assessment 
is composed of two dimensions, namely, risk impact and risk probability. Risk impact is the degree to 
which the risk affects. Regarding that the risk is defined as damaged online social status, the risk impact is 
the degree to which user cares about his or her social standing in the online community. At the same page, 
risk probability refers to a chance about the risk just before identified. The risk probability may function 
as a moderating variable.  
Anonymity 
Some studies are concerned with the notion of anonymity, which is the environmental factor in online 
communication that most contributes to hostile behaviors. One of the main characteristics of online 
communication is the online disinhibition effect, which involves a reduction of inhibition behaviors in the 
online environment (Kiesler et al. 1984; Lapidot-Lefler and Barak 2012).  
Essentially, the online disinhibition effect is driven by the anonymity characteristic of the online 
communication environment. Comparing computer-mediated communication and face-to-face 
communication, the main difference between the two appears to be anonymity, which in turn causes the 
online disinhibition effect (Siegel et al. 1986). It was found that in an anonymous situation, group 
members tend to be more critical compared to the identifiable situation (Jessup et al. 1990).  
The above findings generally show that anonymity seems to be an important factor in flaming behavior. 
Anonymity may cause online users to think that they are unaccountable for their negative behaviors 
because in an anonymous environment, other users cannot identify the perpetrators of those behaviors. 
This low accountability may result in a high level of toxic disinhibition, which may in turn generate 
aggressive and abusive behaviors (Dumont and Candler 2005; Christopherson 2007). Therefore, 
anonymity appears to be a main factor in creating the online disinhibition effect (Joinson 2001; Bargh, 
McKenna, et al., 2002, Suler, 2004; Tanis and Postmes, 2007). 
Expected Emotional Reaction 
Some people practice hostile behaviors, such as flaming, for their fun. According to previous study, 
entertainment, or fun, is a one of motivations of flaming (Alonzo and Aiken 2004). Because that 
motivation comes from watching others’ responses, this paper posits the expected emotional reaction as 
another major factor of flaming.  
An emotional reaction may be used as information input for behavioral response (Ning Shen and Khalifa 
2008). By the same token, the expected emotional reaction can be defined as one’s perception that users 
in this community tend to be affected easily by comments or postings. In other words, expected emotional 
reaction is one’s perception that how much other people’s emotions and reactions would be affected by 
others’ postings or replies. Perceiving low level of expected emotional reaction means he or she thinks that 
people’s emotions in this online community are not affected from each other’s comments or postings. And 
this may reduce his or her motivation to behave flaming. 
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For reason that user’s emotional reaction is related to the effect of flaming, the expected emotional 
reaction is used for another main factor of flaming in this study. 
 
Research Methodology 
Research Model and Hypotheses 
 
Figure 2. Research Model 
The research model is presented in Figure 2 above. It corresponds to the conceptual framework. As 
mentioned before, this study investigates the mechanism of flaming in terms of three major factors; 
perceived risk, expected emotional reaction, anonymity. As these major factors are conceptual construct, 
in order to measure each three major factors of conceptual framework, this study proposes the research 
model (Figure 2). The research model reveals measurable variables for three major factors and 
hypotheses of their connections.  
Because risk can be assessed by multiplying a risk impact and risk probability (Hallikas et al. 2004), the 
risk impact and risk probability need to be measured. Public self-awareness is used as a risk impact and 
information overload is used as a reversed proxy variable of risk probability in this research model.  
Public self-awareness can be defined as attention paid to oneself as a social object, and this entails a 
degree of concern regarding appearance and impressions in social situations (Prentice-Dunn and Rogers 
1982). In other words, it reflects concern about being evaluated and judged by others (Fenigstein 1984; 
Abrams and Brown, 1989; Fenigstein and Vanable, 1992). A low level in public self-awareness indicates 
that the one has a low level of concern about social standards and social evaluation. It follows that users 
with a high level of public self-awareness may perceive themselves to be more at risk of damaged online 
social status when they are about to engage in hostile behavior. When they assess the impact of the risk as 
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high, they may decide against the flaming behavior due to loss aversion (Kahneman and Tversky 1979). 
Thus, hypothesis 1 is as follows: 
 
H1: Public self-awareness influences on flaming in negative way. 
 
This study uses information overload for measuring the risk probability. Information overload occurs 
when the amount of information entered is greater than the amount of information processed 
(Ramaprasad and Rai 1996). This phenomenon is mainly due to limitations with regard to the processing 
of information, meaning that too much information leads to overload, a problem that is compounded if 
the information is complicated. 
In computer-mediated communication, information overload is referred as conversational overload 
(Jones et al. 2004). Conversational overload happens when the volume of messages transferred is so great 
that the receiver cannot respond properly (Whittaker et al. 1998). In computer-mediated communication, 
instead of just one reply, a person can receive multiple replies simultaneously. This may cause them 
communication load and it leads to conversational overload (Lewis and Knowles 1997). Likewise, being 
exposed by too much information such as comments or postings, may lead users to conversational 
overload. 
Because information overload means users have problem to process information, it makes users incapable 
to find specific information. As the same token, users may think that the information about them, such as 
posting, replying and even flaming, is also hard to be found. In other words, as more as higher 
information overload, users may feel that their actions would not be revealed. This is consistence with the 
concept of risk probability. The higher users feel information overload, the lower they feel the risk 
probability of their behaviors. For this reason, information overload suits to be used as a reversed proxy 
variable of the risk probability in this study. 
The way to assess perceived risk is multiplying risk impact and risk probability (Hallikas et al. 2004). It 
means that risk is an expected result of risk impact in some condition of risk probability. This is similar to 
meanings of moderating effect. And the assessing process (multiplying two variables) is also same (Baron 
and Kenny 1986). For those reasons, information overload can moderate the effect of risk impact on 
flaming as a variable of reversed risk probability.  
For instance, users who perceive a high level of information overload may feel that the risk probability is 
low. And this would suppress the negative effect of risk impact on flaming. In other words, in such a case 
with a high level of information overload (low level of risk probability), users may practice flaming more 
than in a low level case. Thus, hypothesis 2 is as follows: 
 
H2: Information overload has a positive moderating effect on the relationship between public 
self-awareness and flaming. 
 
Anonymity is another conceptual construct of flaming in this study. To operationalize and define 
anonymity concept, this paper use perceived identifiability as a reversed variable. Perceived identifiability 
is the degree to which individuals believe they can be identifiable in a virtual community (Pinsonneault 
and Heppel 1997). This has a similar meaning to ‘knowledge of other group members’, which is another 
dimension of anonymity (Midha and Nandedkar 2012; Pinsonneault and Heppel 1997). 
Because the perceived identifiability is not the actual chance to instigate risk but the perceived chance, it 
is not directly related to the anonymity factor. For instance, when using an anonymous bulletin board, 
most users would see the chance of perceived identifiability as being close to zero. However, others may 
think that some habits and distinguishable characteristics in their writing would expose them, even in the 
anonymous bulletin board. In those reasons, adapting perceived identifiability suits better to measure 
anonymity.  
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Perceiving high level of identifiability is equal to perceiving low level of anonymity, which may inhibit 
users to behave flaming (Joinson 2001; Bargh, McKenna, et al., 2002, Suler, 2004; Tanis and Postmes, 
2007). Therefore, hypothesis 3 is as follows: 
 
H3: Perceived identifiability has a negative effect on flaming. 
 
As mentioned before, this paper posits the expected emotional reaction as a conceptual construct that 
motivates hostile behavior such as flaming. To measure that conceptual construct, the affective social 
presence is adapted (Ning Shen and Khalifa 2008).  
Affective social presence is the extent to which a one’s emotional connection is affected by virtual social 
interaction with the others (Biocca et al. 2001; Ning Shen and Khalifa 2008). It is one of operational 
definitions of social presence and it operationalizes social presence based on the idea that emotional 
reaction is related to sensing social presence (Riva, G., Mantovani, F., Capideville, C. S., Preziosa, A., 
Morganti, F., Villani, D., et al. (2007). Affective interactions using virtual reality: The link between 
presence and emotions. CyberPsychology &Behavior, 10(1), 45–56.). 
According to a former study, affective social presence has a significant positive effect on intrinsic 
motivation such as fun or enjoy in online community (Ning Shen and Khalifa 2008). Similarly, in the 
flaming situation, affective social presence may encourage flaming. For instance, users with high level of 
affective social presence may think that other users in this online community would be affected easily by 
their flaming replies or postings. And this would stimulate their flaming motivation such as fun or 
entertainment (Alonzo and Aiken 2004). Thus, hypothesis 4 is as follows: 
 
H4: Affective social presence influences positively on flaming. 
 
Measurement 
To test the hypotheses, data was collected through an online survey. The survey is composed of basic 
demographic information questionnaires and main questionnaires. The main questionnaires contain 
several items; two of those items related to public self-awareness (Pinsonneault and Heppel 1997), four 
items to perceived identifiability adapted from Pinsonneault and Hepple (1997), five to flaming (Moor et 
al. 2010), three to affective social presence (Biocca et al. 2001; Ning Shen and Khalifa 2008), and two to 
information overload. All the questionnaires use a 7-point Likert scale (strongly disagree: 1; strongly 
agree: 7) and adapted to this study’s domain.  
Although information overload has been assessed by multiplying number of record and attribute, this 
study measured it in terms of perception. For example, indicator IO1 refers to “In my online community 
XYZ, because new postings appear frequently, my new posting tends to be got behind next page soon”. 
And indicator IO2 refers to “In my online community XYZ, new replies tend to appear frequently and fast 
as like as even no one is attracted to my replies”.  
According to the theory, risk impact and risk probability are multiplied to access the perceived risk. This 
exactly correspond to the verifying process of moderating effect (Baron and Kenny 1986). After 
standardizing each variable (public self-awareness and information overload), the two products were 
multiplied as a moderated variable.  
Data Collection 
Before the main survey, a pilot test was carried out using 20 online community users to identify any 
problems relating to survey items. After feedback was obtained from the pilot test, the main survey was 
launched on online. Data was collected from online community users in Korea over 4 days. Users were 
invited to participate through an online survey link, and followed the instructions. Because this study is 
about flaming experience, there was a question to remove some users who had little experience about 
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posting or replying. After that question, users respond main questions as thinking about their favorite 
online community site. When the 4 days have elapsed, the collected data is analyzed using SPSS statistics 
software. 
Through the online survey, 406 responses are gathered, but only 270 records are completed. Among the 
270 records, three aberrant records are removed and the rest 267 records are analyzed to test hypotheses. 
The demographic information of 267 records are shown in Table 1. The participants of this online survey 
seems to be representable for population of this research domain. 
Demographics Frequency Percent (%) 
Gender 
Male 130 48.69 
Female 137 51.31 
Age 
Younger than 20 90 33.71 
20 - 29 77 28.84 
30 - 39 100 37.45 
40 or older 0 0 
Education 
Middle school or lower 21 7.87 
High school graduate 95 35.58 
Undergraduate 140 52.43 
Postgraduate or higher 11 4.12 
Table 1. Demographics of Participants (N=267) 
Results 
Reliability and Validity Analyses 
The reliability and validity analyses are performed by using SPSS software. Reliability is assessed by using 
Cronbach’s alpha value. As shown in Table 2, the lowest Cronbach’s alpha value is 0.743 and it exceeds 
the recommended threshold value of 0.7 (Nunnally and Bernstein 1978), which suggests high construct 
reliability. 
To measure validity, exploratory factor analysis is conducted. Principle component analysis is used for 
extraction method and varimax is used for rotation method. As shown in Table 2, each indicator on its 
intended construct has a higher factor loadings than the recommended value of 0.5, which demonstrates 
strong convergent validity (Fornell and Larcker 1981). And as each indicator has a higher factor loading 
on its intended construct than on others, the discriminant validity is also supported. Through reliability 
and validity test, some indicators was removed (Flaming4, PI2, ASP3).  
Table 3 shows the descriptive statistics of each variable. As this study collected data through survey and 
the items about flaming are negative questions, there might be a social desirability bias. As shown in Table 
3, the mean of flaming is 2.487. The skewness of flaming is 0.966 and also the data of flaming can’t reject 
null hypothesis of Shapiro-Wilk test. In short, there is data skewness about flaming variable.  
However, as shown Appendix A, there are measurement items that not only opinion about flaming but 
also experiences about flaming. The flaming is a hostile behavior and that negative behavior occurs less 
frequently than other behaviors such as neutral behaviors or positive behaviors. 
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Construct 
Cronbach’s 
Alpha 
Rotated Component Matrix 
 Component 
Indicator 1 2 3 4 5 
Flaming 0.901 
Flaming2 0.897 -0.264 0.050 0.009 0.009 
Flaming5 0.871 -0.139 0.104 -0.027 0.031 
Flaming1 0.869 -0.193 0.055 -0.030 -0.070 
Flaming3 0.804 -0.054 0.085 0.126 0.066 
Perceived 
Identifiability 
0.842 
PI1 -0.142 0.851 0.043 -0.057 -0.199 
PI3 -0.203 0.837 -0.141 -0.020 -0.078 
PI4 -0.228 0.805 -0.231 -0.042 -0.119 
Affective 
Social 
Presence 
0.817 
ASP1 0.080 -0.183 0.902 0.099 0.063 
ASP2 0.156 -0.071 0.839 0.194 0.285 
Information 
Overload 
0.772 
IO2 0.084 -0.003 0.157 0.889 0.043 
IO1 -0.030 -0.086 0.087 0.886 0.123 
Public 
Self- 
Awareness 
0.743 
PSA1 -0.099 -0.203 0.094 0.085 0.863 
PSA2 0.112 -0.125 0.198 0.090 0.850 
Table 2. Reliability and Validity Test Results 
Hypothesis Tests 
When multiple regression analysis with more than two independent variables, there is a concern with a 
multicollinearity issue. Table 4 shows the correlation matrix of variables and reveals that there is no 
correlation which exceeds 0.5. As this decreases a concern about multicollinearity issue, testing 
multicollinearity issue is still required to be sure. Variance inflation factor (VIF) is used to assess 
multicollinearity. Regarding to the recommendation, the VIF value should not exceed 10. As seen the 
Table 5, the highest VIF value is 1.300, which implies that those variables have no multicollinearity issue. 
To test hypotheses, multiple regression analysis was conducted. The regression method was hierarchical 
regression analysis in order to test moderating effect (H2). Table 5 shows the result of hypothesis tests. 
Model 1 shows the direct effect of independent variables and moderating variable. Model 1 shows 
significant model fit (F=15.123, p<0.000). It presents that H1, H3 and H4 are significantly supported. In 
Model 2, the moderated variable was added to verify moderating effect. Model 2 shows also significant 
model fit (F=14.209, p<0.000) and explanation of model (adj. r square=0.199). 
 
 Optimal Environment for Flamers: Information Overload  
 Twenty-first Americas Conference on Information Systems, Puerto Rico, 2015 9 
 Mean Std. Deviation N 
Flaming 2.4868914 1.50416604 267 
Affective 
Social 
Presence 
4.2265918 1.23854328 267 
Perceived 
Identifiability 
4.2971286 1.34267563 267 
Public 
Self- 
Awareness 
4.6985019 1.24601530 267 
Information 
Overload 
4.7977528 1.29207918 267 
Table 3. Descriptive Statistics  
As mentioned above, the moderated variable was calculated by multiplying standardized values of public 
self-awareness and information overload. According to the result, the moderated variable has a significant 
effect on flaming, which supports H2 (Baron and Kenny 1986). Moreover, the significant R square change 
between Model 1 and Model 2 supports that the moderating effect size is also significant. While with 
significant moderating relationship, information overload (moderator variable) has not significant 
relationship with flaming in Model2, which indicates that it is a fully moderating effect. 
 Flaming ASP PI PSA IO PSAxIO 
Flaming 1      
Affective 
Social 
Presence 
0.238*** 1     
Perceived 
Identifiability 
-0.400*** -0.31 1    
Public 
Self- 
Awareness 
0.068 0.378 -0.346 1   
Information 
Overload 
0.072 0.313 -0.127* 0.219 1  
 PSAxIO 0.104* -0.055 0.117* 0.012 -0.084 1 
*: p<0.05, **: p<0.01, ***: p<0.001 
Table 4. Correlation Matrix 
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Construct 
Model 1 Model 2 
Std. 
Error 
Beta t-value VIF 
Std. 
Error 
Beta t-value VIF 
(Constant) 0.620  6.892***  0.612  7.058***  
Affective 
Social 
Presence 
0.077 0.165 2.607** 1.299 0.076 0.169 2.702** 1.300 
Perceived 
Identifiability 
0.068 -0.393 -6.485*** 1.187 0.067 -0.414 -6.884*** 1.203 
Public 
Self- 
Awareness 
0.076 -0.130 -2.079* 1.267 0.075 -0.144 -2.321* 1.273 
Information 
Overload 
0.069 -0.001 -0.020 1.123 0.068 0.012 0.203 1.130 
Moderated 
variable 
(PSAxIO) 
    0.088 0.164 2.960** 1.024 
R Square 0.188 0.214 
Adj. R Square 0.175 0.199 
R Square 
Change 
0.188 0.026 
F Change 15.123*** 8.762** 
*: p<0.05, **: p<0.01, ***: p<0.001, Dependent variable: Flaming 
Table 5. Result of Hypothesis Tests 
Because the data is collected through survey only, there might be a common method bias issue. As with all 
self-reported data, consistency or social desirability bring potential issues about common method biases 
(Podsakoff and Organ 1986). Especially, as this study investigates about hostile behaviors, there is also a 
potential social desirability issues. 
For those reasons, this study followed Harman’s single factor test. As a result, a single factor explains 
33.847% of the total variance which does not exceed 50% recommended threshold (Podsakoff and Organ 
1986). This result verifies that common method bias was not a significant threat to collected data. 
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Conclusion and Limitations 
This study tries to find a controllable variable about flaming. Three conceptual factors (perceived risk, 
anonymity and expected emotional reaction) are proposed and in terms of those factors, the mechanism 
of flaming is explored.  
The result reveals that regarding perceived risk factors, public self-awareness (as a risk impact) has a 
significant negative impact on flaming. In addition, information overload (as a reversed risk probability) 
fully moderates the influence of public self-awareness on flaming. In other words, the more high 
information overload environment, the less negative effect of public self-awareness on flaming. This 
implies that one’s perceived risk and hostile behavior mechanism can be moderated by managing 
information overload. This addresses the importance of preventing users from information overload in 
online community site. 
Regarding anonymity factors, perceived identifiability has a strong positive impact on flaming. As like 
many previous studies, this result also explains anonymity is a key factor of flaming. But this study 
focuses on perceived identifiability as a personal perception of anonymity. Although in the same objective 
level of anonymity, users may perceive it differently due to their various reasons such as personal 
characteristics, experiences, psychological status or etc. For those reasons, this study claims that personal 
perception of anonymity will explains better than objective anonymity.  
As for the expected emotional reaction factors, affective social presence is found to significantly influence 
on flaming. Like some former studies, this study also investigates what motivates flaming. Reviewed 
previous studies, fun is revealed as a significant motivation of flaming and some psychological variables 
are found which affect that motivation. But, instead of using those variables, this study tried affective 
social presence as another psychological variable and it is verified. 
This study contributes several implications. First one is that this study conducted three conceptual factors 
to explore flaming mechanism using measurable variables which few previous researches used before. 
Especially among those factors, perceived risk is a key factor of this study. Distinct from former studies, 
this study measured perceived risk in terms of risk assessment process. As the form and meanings of risk 
assessment are exactly similar to moderating effect, this study can bring the concepts to research model 
properly.  
Moreover, this study reveals the importance of information overload and its moderating role to prevent 
online community from flaming. According to the result of this study, high level of information overload 
decrease the perceived risk and its suppression effect on flaming. In other words, if online community site 
manager did not control information overload properly, then users in that site might feel free from risk 
and flame more than before. Therefore preventing information overload environment is required for 
reducing flaming behaviors.  
Although all hypotheses are supported, there are several limitations on this study. One of them is that 
being conducted by only self-report data could bring several problems and limitations, even though 
exploring in terms of perception is a main concept of this study. And also, social desirability biases bring 
flaming data to be skewed. Another limitation of this study is that the data of above 40 years old was not 
collected although they are not majority users of online communities, which might bring another bias. 
In future research, it could be better results or interesting results if data is collected from various sources 
such as secondary data or observing behavior data (logs). And gathering more data from some online 
community sites which have more flamers than other sites would solve the data skewness issue. In 
addition, focusing special type or domain of online communities may reveals better explanation of online 
hostile behaviors. 
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Appendix A 
IMPORTANT: Please think about the online community site XYZ that you visit most frequently while 
answering questions. 
Variable Definition Item Reference 
Public 
Self- 
Awareness 
Attention to oneself 
as a social object 
1. I usually was worried about making a good 
impression 
Pinsonneault, 
A. and N. 
Heppel 
(1997) 
2. I was concerned about what other people 
thought of me 
Affective 
Social 
Presence 
The extent to which 
a user’s emotional 
connection aroused 
by virtual social 
interaction with the 
others. 
1. The other individuals are influenced by my 
moods. 
Kathy Ning 
Shen & 
Mohamed 
Khalifa 
(2008) 
2. I am influenced by the others moods. 
3. I think people in this forum affect each 
other’s mood/emotional-state. 
Perceived 
Identifiability 
Degree to which 
people believe they 
can be identifiable 
in virtual 
community 
1. I believed others could identify my 
comments 
Pinsonneault, 
A. and N. 
Heppel 
(1997) 
2. I believed that group members did not 
know each other well enough to identify the 
authors of comments 
3. I believed I had a distinguishing 
characteristics that allowed other group 
members to identify my comments 
4. I believed it was possible to identify the 
origin of the comments based the author’ s 
personal characteristics 
Information 
Overload 
Perception that the 
extent to which 
amount of entered 
information 
exceeds one’s 
process capability. 
1. In my online community XYZ, because new postings appear 
frequently, my new posting tends to be got behind next page 
soon 
2. In my online community XYZ, new replies tend to appear 
frequently and fast as like as even no one is attracted to my 
replies 
Flaming 
Flaming 
experiences 
1. I have flamed one or more times in 
comments on others’ postings or replies 
Moor, 
Heuvelman 
et al. (2010) 
2. I flame regularly in comments on others’ 
postings or replies 
Attitude toward 
flaming 
3. I think flaming is just an honest way of 
expressing disagreement 
4. I think flaming is usually meant to be 
funny 
5. When I see flaming in comments, I find it 
amusing 
After reliability and validity tests, Flaming4, PI2 and ASP3 are removed 
 
