ABSTRACT
necessarily rely upon ex-post sanctions to reduce the net gain from criminal activity. 1 The use of private security measures is likely to be important in the cybersecurity context. Use of private resources, including resources aimed at gathering information about the nature and frequency of past and future cyber attacks may be efficient given the decentralized nature of the internet. Further, traditional deterrence through ex-post sanctions may be difficult to implement in this setting for several reasons. Private resources aimed at identifying and pursuing those responsible for cyber attacks often will inure to the benefit of others, and thus are likely to be under produced.
2 As a result, those responsible for cyber attacks may perceive that they face low probabilities of punishment. . Microsoft, owing to its large market share, can internalize more of the benefits of private enforcement expenditures. However, its large market share and its de facto standard status also serves to lower the costs of conducting a widespread cyber attack, and has also resulted a many attacks directed at computers using Microsoft products. . 3 Indeed, this result in not exogenous. Rather, it is a result of the fact the benefits from efforts by private citizens to apprehend and identify such individuals produce external benefits that, absent adequate civil judgments of bounties, inure to the benefit of others.
This in turn requires that large magnitude punishment be used for optimal deterrence, a difficult task given the difficulty of obtaining meaningful civil judgments against many of the defendants. The large volume and inchoate nature of many of the attacks may also make the authorities reluctant to impose large criminal penalties on individuals for such behavior. 4 Prior economic analyses on security expenditures have examined potential divergences in the private and social incentives to provide private security measures. 5 These studies have shown that the private and social incentives to provide investments in security diverge due to an inability to internalize positive and negative externalities generated by private security investments. 6 Specifically, positive spillovers include the effect of expenditures that reduce the ex-ante net benefit of crime, and thus serve as a general deterrent to such activity.
These expenditures can include expenditures aimed at identifying those responsible for criminal acts, and resources that minimize the harm that occurs as a result of crimes. Negative spillovers include the effect of expenditures that serve to divert criminal activity from those who invest in private security to those 4 The paper does not consider the use of public sanctions and enforcement resources. who have not. The inability to internalize these spillover effects will result in the underproduction of the security expenditures that serve to generally deter crime, and can result in a relative overproduction of resources that serve mainly to divert criminals less protected targets.
7
This paper extends the current literature on the private security investments by explicitly examining the issue of the investment and production of intangible security goods. The intangible nature of security inputs distinguishes the cybersecurity setting from the standard setting examined that involves private goods such as door locks. Specifically, security expenditures in the cybersecurity setting often involve investments in information, including information on the nature and frequency of cyber attacks, information on future attacks, and information on existing vulnerabilities and potential defenses. These cybersecurity expenditures have the characteristics of classic informational public goods. The existence of public security goods requires an analysis that examines the rate at which such assets are produced in addition to the question of how such assets are deployed.
It is shown that security investments in public goods can increase the divergence between the private and social incentives to produce and deploy security assets relative to the private security goods case. Specifically, independent individual security expenditures on non appropriable public goods can lead to free riding and underproduction. The potential for free riding suggests that a legal or market response is required to insure the adequate production of public good security expenditures. This paper examines how alternative private institutions, such as intellectual property protection, secrecy, or the use of contractual security collectives might address the pubic good problem.
8
The article is organized as follows. Section II reviews the existing literature on the private production of security by examining the deployment of an existing set of security measures. Section III alters the model to consider the production of intangible security assets. Section IV considers production and deployment with secrecy or intellectual property protection. Section V concludes.
II. THE PRIVATE PRODUCTION OF PRIVATE SECURITY GOODS
Prior studies of the private production of security have examined the consequence of two non-internalized spillover effects that result from such expenditures. Given the nature of cybercrime, where the release of costly viruses and worms is not accompanies by monetary or significant utility gains by the hacker, the model in this section is modified to allow for costly criminal activity where the loss from an attack l is greater than the gain g to the criminal. Shavell's model assumed that the activity inducing the security expenditures took the form of costless transfers.
can be different than the gain to the hacker. 12 In the absence of observable differences, hackers randomly choose between the h sites. Each of the t hackers choose a level of effort e in order to maximize the net gain from unauthorized entry:
where c(e) is the cost of effort, and g(x) is the gain to the hacker. 14 The amount of the gain from unauthorized entry into a site will be a decreasing function of the level of site's security expenditures x. 15 The hacker's first order condition is given by
so that e = e(x).
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Implicitly differentiating the first order condition yields:
This means that security expenditures decrease efforts by hackers to enter sites. If all potential victims choose equal levels of security expenditures, the frequency of unauthorized entry φ(x) faced by each of h sites equals
Intuitively, if all sites have the same equilibrium security, then hackers will attack sites randomly. Thus, the total number of attacks, t*e(x), will be uniformly distributed among the h sites. 16 As noted in note 15, supra, the direct effect of security expenditures is to decrease the gain from any given attack, which in turn decreases the incentive of the hacker to expend costly effort at mounting attacks. This model does not consider expenditures that directly affect the effort of hackers independent of altering the expected gain from an attack. Modification of the model would then require that firms consider two types of expenditures, those that reduce the loss when attacks occur, and those that alter hackers' incentives directly. If we denote the latter type of expenditures by z, then the hacker's effort function can be expressed as e = e(x,z). Such expenditures would be more akin to law enforcement expenditures that are generally publicly provided, such as efforts to detect and subsequently sanction those that commit attacks, and are not considered in this paper. If all h sites simultaneously increase x, the marginal effect on the frequency that a given site will suffer an attack is given by
Potential victims are assumed to choose observable security expenditures
x to minimize the cost of these expenditures plus the expected loss from crime:
where x' is the level of expenditures of others, φ (x|x') is the frequency that a site will suffer a loss given expenditures x and x', 19 and l(x) is the magnitude of the loss to the victim. 20 The first order condition is given by
Assuming that φ (x|x) = φ (x), the first order condition under conditions of symmetry (x' = x) becomes:
Let x o denote the solution to (8).
As an alternative to uncoordinated security expenditures, sites could cooperatively choose security levels to eliminate the diversionary spillover effects. If h sites collectively agree on a uniform level of expenditures, they would choose a level of expenditures to minimize
The first order condition is given by
Let x* denote the solution to the cooperative first order condition (10).
Finally, we can consider the social optimum, which considers the cost of resources used by the hackers and the losses caused by their behavior. The social objective function is to minimize the costs of precaution by the sites and effort by the hackers plus the amount of social loss from the unauthorized activity:
Where
is the social cost of the hacker's activity.
The first order condition equals:
The social first order condition can be rewritten as
Given that the hacker sets the marginal cost of effort equal to the gain from the crime, g(x) = c'(e), and the first order condition is given by: 
That is, the cooperatives have an incentive to overinvest in security expenditures.
Intuitively, a cooperative's marginal incentive to invest in security is based upon the marginal reduction in the loss including the amount of the transfer, while social incentives are based upon the smaller loss net of the transfer amount. These additional expenditures on security are induced by a desire to reduce the amount of the transfer, which is not a social loss. 21 This overinvestment effect is most pronounced in the case of pure transfers that are large in magnitude. 22 On the other hand, this effect is small for crimes that cause large losses relative to the gains to the criminal.
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The relationship between the individual, uncoordinated level of security and the collective amount is ambiguous, and depends upon both the magnitude of the private and social losses and upon the relative magnitude of the marginal
Because of this ambiguity, it is also the case that the individual level can be greater than or less than the socially optimal level.
To illustrate these relationships, Figure 1 shows a simulated equilibrium under the individual, cooperative, and social first order conditions. For purposes of the simulation, we assume that c(e) = αe 2 , and g(x) = G/(k(1+x)), and l(x) = G/(λ(1+x)), where k ≥ λ. This latter assumption is made so that the gain from unauthorized entry is less than the loss imposed on the site. When k = λ, the unauthorized entry results in a costless transfer where the gain to the hacker equals the loss to the site. With the specific forms assumed above, e(x) =
G/(2αk(1+x)), and p(x) = tG/(2hαk(1+x))
. 21 See Shavell, 11 Intl Rev L & Econ 123 (cited in note 5). 22 Id. 23 One example would be acts of vandalism that cause large losses to property, but are of little value to the vandal.
[Insert Figure 1 about here] Figure 1 shows a the first order conditions listed in Table 1 first order conditions, we assumed that the ε i , and identically and independently normally distributed with mean zero and standard deviation equal to one. Under these assumptions, the probability that site i will be the subject of any given attack equals the probability that Uncoordinated production of security does not necessarily produce the large overincentive illustrated in Figure 2 . To illustrate this, Figure 3 shows the equilibrium when standard deviation of the ε i is increased to 20. A larger standard deviation reduces the individual incentive to produce security so that the individual level x* falls to 5.5 units, below the cooperative level, but still above, 25 In the example, this is true both in absolute and percentage terms.
in this example, the individual level. Intuitively, a larger standard deviation for the ε i , reduces the marginal effect of expenditures on x by making it more likely that marginal expenditures will be overcome by the random noise.
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[Insert Figure 3 about here]
III. PUBLIC SECURITY GOODS
Prior models have examined the provision of private security goods such as door locks or security guards. In the cybersecurity context, expenditures on security are likely to be investments in information about the nature and frequency of past attacks, information about pending attacks, and information about the existence of vulnerabilities to and potential defenses against cyberattacks. Such information is a classic public good that once produced, can be consumed by multiple sites in a nonrivalrous fashion.
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In this section, the model presented in Section I is modified to examine the private and social incentives to produce intangible security goods that have the characteristics of public goods. In order to model the production and use of public good security expenditures, we assume that a unit of x produced by one site can be used in a nonrivalrous fashion by the other h -1 sites. 28 Under these assumptions, the social objective function would be to minimize the costs of precaution, effort at crime, and the social loss of crime:
The first order condition is given by:
The social first order condition can be rewritten as 28 Note this does not imply that security expenditures are conducted in a centralized fashion. Indeed, the collection of information often requires examining global information from many individual sites in order to analyze and detect patterns of attacks. Thus, the benefit of a given total level of security expenditures will exhibit network effect -that is, a given level of security expenditures distributed over h sites will have a greater effect in reducing losses to the site and gains to the criminal than the same level of expenditure by a single site. 
-h(φ'(x)l(x) + φ (x)s'(x)) = 1 (17)
Ceteris paribus, the level of security applied to each individual is higher than in the private goods case because each unit of x is now simultaneously applied to h potential victims. Total spending can be less than in the private goods case, as any unit of x is not separately incurred by each of the h potential victims.
If the h sites cooperatively choose a level of expenditures, they would attempt to minimize:
Comparing (19) to the social first order condition (17), we see that the public goods case preserves the relative relationship between the cooperative and socially optimal level of security expenditures. That is, cooperative spending results in the overproduction of public as well as private security goods due to an excessive incentive to reduce the size of transfers that do not represent a social loss.
Finally, consider the case where individuals choose to invest in public security goods. Consider first the case where such investments cannot be appropriated by those who make them, so that any private investments can be used by all participants in the market. The objective function on each individual is to minimize:
where x T equals the total expenditures on x by all h potential victims.
The first order condition equals 
Note that by definition φ'(x T ) = φ'(x), and that the first order condition units. This is compared to the social level of precaution, which equals 14.5 units.
Thus, for this particular simulation, the cooperatively set level of precaution results in a 27.6 percent increase over the level given by the social first order condition. Not that, in contrast to the private goods case in which the individual, uncoordinated level of security exceeded the social level, the individual first order condition in the public goods case yields a total level of precaution that is 29 percent of the level given by the social first order condition.
[Insert Figure 5 about here] The foregoing analysis suggests that the relative efficiency of coordinated and individual uncoordinated public good security expenditures will depend upon the gain to harm ratio. The issue of social versus private losses in the cybersecurity context is a complex one. Take for example a directed denial of service attack that prevents consumers from accessing a particular e-commerce site, which at first blush, seems analogous to vandalism, an act with a low gain to loss ratio. However, if customers make purchases at a competitor's site, then the lost sales of the attacked site would be private but not social losses, thus resulting is a gain to loss ratio that is close to one. The release of destructive worms and viruses may be more akin to vandalism. In many cases, the release of the destructive or disruptive worm or virus is not apparently associated with an attempt to directly or indirectly transfer resources, with the apparent benefit to the person releasing it being the utility he obtains from the act. 29 As noted above, in such a case, any distortion between the cooperative and social level of private security expenditures will be small.
IV. THE PRIVATE PRODUCTION OF PUBLIC SECURITY GOODS
The results from the private good case suggest that uncoordinated markets may under or over produce private security relative to the social optimum. Further, in this model, collective action to provide private good security expenditures will result in the overproduction of private security expenditures. Thus, while uncoordinated markets will not in general produce the first-best allocation of private security expenditures, neither will cooperative security investments.
The analysis in Section II shows that the public good nature of cybersecurity investments presents additional issues that are not present in the private goods case. The nonrivalrous nature of public good security expenditures suggests that such goods, once produced, should be made available for use by all sites. On the other hand, absent some way to appropriate the gains from public security investments, individual firms or groups may not have sufficient individual incentives to make such investments.
One implication is that the presence of public goods in the cybersecurity context would result in a great incentive to form cooperative security arrangements in such situations. 30 However, absent the existence of enforceable intellectual property rights or some other mechanism to appropriate the returns Now suppose one site refuses to join. The remaining h-1 sites will seek to minimize:
The cooperative level of security chosen by h-1 sites equals 13.3 units. If the site that refused to join the cooperative is able to free ride on the expenditures of the h-1 sites in the cooperative, it will face a lower expected loss equal to .147.
Thus, the slight increase in expected loss resulting from the lower security expenditures is more than offset by the savings of their pro rata share of cooperative security costs. Further, it can be demonstrated that a there is a similar incentive to defect from the h-1, h-2 … 2 size cooperative under these circumstances.
Concerns over inadequate private investment in cybersecurity have led the federal government to suggest that some type of government regulation may be required. 31 It has been suggested, for example, that the government mandate minimum security standards, or require that private firms disclose the nature and frequency of cyber attacks aimed at their sites and networks. 32 However, such government mandates can generate their own inefficiencies. For example, the government choice of standard may result in a choice that is inferior to whatever potentially imperfect choice would have been made by the market. 33 Further, government choice of a standard may stifle experimentation and innovation the can lead to dynamic inefficiency. 34 Mandatory disclosure can be overinclusive, requiring the disclosure of information with a marginal value less than the marginal cost of collection and disclosure. 35 Further, mandatory disclosure can induce firms to engage in less information collection, and greater free riding problems.
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One an alternative to government standards or mandated disclosure would be for the government to encourage firms to produce information through use of property rights to information. 37 What is critical is that sites that undertake cooperative investments in public good security expenditures find some way to exclude non-payers. 38 A mechanism to exclude non-payers will prevent a firm refusing to join the collective from free riding on the expenditures of the collective. Further, given that the level of protection applied to a firm that does not join the collective will be below that applied to members of the collective, non members will suffer more frequent attacks. If this is not done, then sites will refuse to join the cooperative and attempt to free ride off the information provided by the cooperative.
As is the case with any idea or informational public good, the private production of public goods can be induced through intellectual property 36 To examine the effect of secrecy consider the objective function for each cooperative of size s. Such a cooperative will attempt to minimize:
If secrecy is not perfect, both the probability and the amount of the loss are conditional on x', the amount spent by the other h -s potential victims. The conditional probability and loss amounts capture two distinct effects. The first is the diversion effect that results from criminals substituting into less protected targets. The second effect is the spillover from expenditures by others x' that can be appropriated by the cooperative s. The first order condition equals
economics of trade secret law). However, in the context of some cybersecurity settings, a timing advantage can be used to appropriate the returns from expenditures on information. For example, timely notice of IP addresses being used to launch distributed denial of service attacks or other types of cyber attacks allow the targets to block incoming mail from these addresses before large scale damage is incurred. Small delays in the transmission of this information can delay such preventative measures, and will increase the amount of loss from such attacks.
To simplify matters, suppose that secrecy turns the security goods into the equivalent of an unobserved private good so that security measures are not observable ex-ante, either by criminal or by other potential victims. In this case, φ 1 (x|x') = 0, as both the diversion effect and the spillover effect of expenditures by others on the probability of loss will be zero. 43 then each of the h sites will set their level of security at 2.1 units. The total amount of security produced is 2.1*50 = 105 units. However, only 2.1 units of security would be applied to any given site. In contrast, the uncoordinated 43 Hially-Ü}ô the criminals expectation of the equilibrium level of expenditures on security x may differ from that implied by the first order condition (23). If criminals have operated in an environment of low security in the past, and are not informed ex-ante of the increase in x, the criminal's estimate of x would be lower than the actual level of x, and his estimate of φ will be higher than φ (x). Given this, the levels of spending given by (23) will underestimate the actual level. Over time, criminals will adjust their estimate of x over time so that φ = φ(x), and sites will adjust x until equilibrium is reached.
individual equilibrium level of security would result in the production of 2.9 units of security that would be simultaneously applied to all h sites. Thus, the result of individual investments with secrecy would be a low protection, high cost equilibrium.
This result suggests the inefficiency of investment by individual firms in public good security expenditures that are kept secret. However, such an inefficiency would be eliminated if individual firms formed collectives. The individual members would have to agree ex-ante to pay a pro-rata share of the costs of the security collective. Furthermore, they would also have to agree to protect the information generated and shared by members of the collective from disclosure to non-members. 44 As noted above, failure to do so would give individual sites an incentive to free ride by remaining outside the cooperative.
To see this point, suppose that s = h. A collective with h members would produce 10.4 units of security. This level is below both the collective level given in equation (21) and the social level given in equation (17). Thus, if secrecy is necessary for the stability of cooperative spending, there could be some underproduction of security. However, this is not necessarily the case. Because, the cooperative level of security is greater than the social optimum, the reduced incentive to spend on secrecy can move security expenditures toward the socially 44 The security collectives would likely also include requirements that members maintain minimum security standards, and may require that members collect and report information in a timely manner.
optimal level. Consider, for example, the case where the unauthorized entry results in a pure transfer, so that k = 20. In this case, secrecy results in a security expenditure of 14.5 units, which coincides with the social level.
V. CONCLUSION
The foregoing analysis has examined the incentive to produce private security expenditures. While prior analyses have examined the provision of security goods that have the characteristics of private goods, the analysis in this paper examined expenditures on security, such as information, that have the characteristics of public goods.
In contrast to the private goods case, where individual uncoordinated security expenditures can lead to an overproduction of security, the public goods case can result in the underproduction of security expenditures, and incentives to free ride. Thus, the formation of collective organizations may be necessary to facilitate the production of public security goods, and the protection of information produced by the collective organization should be a central feature of such organizations. 
