Abstract
Introduction
Verification fingerprint technique can roughly be categorized into two types. The first one is minutia based identification method which adopts the minutia point as the feature of fingerprint [1, 2, 3, 4, 5] . The second one is texture-based method that directly extracts the texture information from the global fingerprint image [6, 7, 8, 9, 10, 11, 12] . Texture-based method has several advantages comparing to minutia-based method, e.g., fixed length of feature vector, less sensitive to the quality of fingerprint image as well as lower computational complexity. The drawback of minutia-based method is that it cannot make full use of the significant texture information (e.g., the global structure of the ridges and valleys) available in the fingerprint image.
In [6] a bank of Gabor filters is used to capture both local and global details information of fingerprint and get a compact fixed length feature vector. Park [7] proposed a method based on directional filter banks, which decomposes a fingerprint image into eight directions and then the directional energy distributions were obtained from each block of the decomposed subbands. Our previous work [8] extracted the invariant moments and deviation energy on the subbands of directional filter banks and obtained good performance. Fingerprint recognition methods based on discrete wavelet transform for features extraction of fingerprint image were presented in [9, 10] .
Moments based methods have been used for features for fingerprint image in several literatures [8, 11, 12] . In [11] the Hu moments were applied to local square cells in the interest of region (ROI). This method need rotation alignment since these cell regions would be changed if the ROI were rotated. Hu moments computed from the subbands of directional filter banks were used as the features of fingerprint in [12] . In [13] the Zernike moments were employed to the whole size-fixed square ROI; the major disadvantage of this method is that it maybe fails if the reference point located in the corner of input image.
In this paper, we extract the feature of fingerprint image based on weighted Zernike Moments, which is the extension of our previous work [21] . The ROI of fingerprint image consists of several centric discs which are put in order from centre to outside. The features are extracted from each disc by using Zernike Moments and matching is performed by sequentially comparing the ordered disc features from the input fingerprint image and the template fingerprint image. The proposed method is rotation and scale invariant and then it is need not rotation alignment. Another advantage is that it is still can successful verification even the reference point locates in the corner of input image. The proposed method is described as following steps: (A) Fingerprint image enhancement; (B) Establish ROI; (C) Extract features using ROI Using Zernike Moments; (D) Fingerprint verification
Zernike moments
The Complex Zernike moments [14] , are constructed using a set of complex polynomials which form a complete orthogonal basis set on the unit disc 2 2 1 x y   . Zernike moments are translation and scale invariance and these properties are very useful at the field of image pattern recognition. Given a image I(x, y), Zernike moments are defined as follows:
where 0,1, 2, m   , * denotes the complex conjugate and n is an integer, subject to the conditions:
The Zernike polynomials 
To calculate the Zernike moments, the region of interest should be first mapped to the unit disc using polar coordinates ( , ) r  , where the centre of the image is the origin of the unit disc. A disc (the radius is R) in ROI is very simple to be mapped into unit disc by 
Enhancement and building ROI Enhancement:
Because the poor quality of fingerprint image would severely affect the performance of verification method it is necessary to enhance the quality of fingerprint image. We use Hong's The input fingerprint image is normalized with prespecified mean and variance in order to remove the effects of sensor noise and finger pressure differences. Let ( , ) f x y denote the gray value at pixel (x, y), i M and i V are the estimated mean and variance of a block. The formula of normalizing operation is defined as [16] 
where 0 M and 0 V are the desired mean and variance value respectively. i N is the normalized image of ROI. We set both the 0 M and 0 V to 100. The normalized image is shown in Figure 1 Establish ROI: Fingerprint reference point detection is an important step for fingerprint matching and classification and there are many method of detection are available [16, 17, 18] . The reference point is need for establishing ROI and it will be detected based on the enhanced image. The reference point of a fingerprint can be defined as the point of maximum curvature of the concave ridges in the fingerprint image. Here we employ the Complex filter proposed in [18] to detect the reference point. The Complex filter is an efficient technique which consists of two filters. The two filters are convolved with orientation image and the points where the response of any one filter is high are retained and analyzed.
After detecting the reference point, ROI will be built around the reference point. The ROI consists of several concentric discs around the reference point. The radius of innermost disc is 40 pixels and the radius of the next disc is 60 and so on (i.e. the radius difference of the two adjacent discs is 20 pixels), until the outermost disc exceeds the boundary of fingerprint image (e.g., in Fig. 1b the outmost disc is  abandoned) . Note that the number of discs is not fixed and it is determined according to the size and the location of fingerprint image. The order of discs in ROI is arranged from centre to outside and it is obvious that the disc
Fingerprint verification using weighted Zernike moments
Fingerprint verification is performed based on the Euclidean distance between from the input feature vector and the template feature vectors. Since each fingerprint image maybe has different number of ROI discs so we match features according to the minimum number of ROI discs between the input and template fingerprint. Assume that the feature is more reliable if the disc region is large, so we use a weight W for each disc to represent the reliability. Let 
Fast Computation of Zernike moments based on multi-discs
The discs of ROI are ordered from innermost to out and the Zernike moments are computed from each disc. The features of fingerprint image with N discs can be represented as   we will accelerate the computation to (10) by mean of Prata's algorithm [19] and Hwang & Kim's algorithm [20] . Prata [19] proposed a recursive formula to compute   mn R r , as follow:
Hwang and Kim [21] proposed a fast algorithm by utilizing the symmetry or anti-symmetry of circle region. When there is a point ( , ) P a b on Cartesian coordinates system, the symmetrical points with respect to the x-axis, the y-axis, the origin, and the line y=x can be easily obtained. These symmetrical point coordinates are calculated simply by adding a negative sign, or swapping operations. The Euclidean distance from the origin to these symmetrical points is the same. If  is the phase of the point ( , ) P a b , the phase of the symmetrical points can be expressed in terms of  and  . Table 1 shows some of the symmetrical points and all the eight symmetrical points are shown in Figure 2 . 
By using these properties, some computational complexity for projecting the input image onto the Zernike basis functions can be reduced by eliminating much of the multiplication operations. 
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where ( 1, 2, ,8)
is the value of the image function at point i P in Figure 2 . Note that the ROI is consisted of several centralized circle, then we can further reduce the computational complexity of Zernike moments on the entire ROI. The , 1,2, (10) can be computed as: 
The final fast algorithm of Zernike moments on the multi-disc ROI is obtained by (11) , (12) and (14) .
Fingerprint
Experiments
DB1 DB2 DB3 DB4 Figure 3 . Fingerprint samples from the four databases Our experiments were performed on the FVC2002 (Set A) database and the program was implemented by matlab on a computer with Intel Core Duo CPU (1.73GHz). The FVC2002 has four databases: DB1, DB2, DB3, DB4. Each database is 110 fingers wide (w) and 8 impressions per finger deep (d) (880 fingerprints in all); fingers from 101 to 110 (set B) have been made available to the participants to allow parameter tuning before the submission of the algorithms, as shown in Figure 3) ; the benchmark is then constituted by fingers numbered from 1 to 100 (set A).
The performance of the proposed method can be evaluated by using false rejection rate (FRR), false acceptance rate (FAR) and equal error rate (EER). Before demonstrating our experiments, several performance indicator of fingerprint verification are introduced in first: Genuine acceptance rate (GAR), which is the rate that a genuine fingerprint is correctly accepted as genuine. False accept rate (FAR), which is the rate that an imposter fingerprint is incorrectly accepted as a genuine one. Equal error rate (EER), which denotes the error rate at the point where the FAR and FRR are identical. These indicators are defined as follows number of accepted imposter fingerprint FAR= 100% total number of imposter fingerprint  (15) number of rejected genuine fingerprint FRR 100% total number of genuine fingerprint  
First we examine the verification rate of Zernike moments with different maximum orders and the computation time by using fast Zernike moments. The maximum order was set to 10, 12, 14, 16, 18 and 20 . If the maximum order was 10 then 36 Zernike moments from 0, 0 A to 10, 10 A , and so on (see Table 2 ). Given the number of discs with 5, the lengths of feature vector varies from 180 to 605. It can be seen the EER is decreased with the increasing of maximum order of Zernike moments; and the computation time is sharply reduced by using fast Zernike moments. For example the computation time of Zernike moments for one fingerprint is 0.533s when the maximum order is 10, while the computation time is 0.056s by using fast Zernike moments, nearly reducing 10 times. The increase of verification rates are slowdown when the maximum order reach at 20. The verification rates on the four databases (DB1, DB2, DB3 and DB4) are shown in Table 3 . The average FAR, FRR and EER are 1.58%, 1.65%and 1.62% respectively. It is obvious that good performance of verification was obtained by weighted Zernike moments. In order to evaluate the performance of weighted Zernike moments, we make a comparison with the following methods:
(1) Zernike moments [21] : This method extracts the feature of multi-discs without setting weighted factors to each disc. (2) Zernike moments on single disc [13] : This method computes the Zernike moments on ROI, which is a single circle. (3) Hu moments [11] : In this method a set of fixed-length Hu moment features, is extracted from tessellated cells on a region of interest (ROI) centered at the reference point. We used receiver operating characteristic (ROC), which plots the curve of FRR against FAR, to test these four methods on the four databases of FVC2002. The ROC curves are shown in Figure 4 . From the ROC curves we can see that the weighted Zernike moment on multi-discs shows lower EER than the other three methods. In the experiments we found that most of the fingerprint images reference point locate in the corner of image in DB2 were not matched by the other two methods; however these fingerprints can be successful verification in the proposed method. 
Conclusions
The proposed method uses the weight Zernike moments on multi-discs as the features of fingerprint image. This method without rotational alignment and has robust performance since the multiple centralized discs (multi-discs) are employed. The regions of these multi-discs are overlapping and the computation for Zernike moments of multi-discs are accelerated by combing the property of the accelerating algorithm. Because the enhancement and the reference point are necessary and critical for the proposed method, we selected the algorithms of both enhancing and locating reference point which are proven very robust for fingerprint verification.
