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Abstract: Ultra-wideband (UWB) and WiFi technologies have been widely proposed for the
implementation of accurate and scalable indoor positioning systems (IPSs). Among different
approaches, fingerprinting appears particularly suitable for WiFi IPSs and was also proposed for
UWB IPSs, in order to cope with the decrease in accuracy of time of arrival (ToA)-based lateration
schemes in the case of severe multipath and non-line-of-sight (NLoS) environments. However, so far,
the two technologies have been analyzed under very different assumptions, and no fair performance
comparison has been carried out. This paper fills this gap by comparing UWB- and WiFi-based
fingerprinting under similar settings and scenarios by computer simulations. Two different k-nearest
neighbor (kNN) algorithms are considered in the comparison: a traditional fixed k algorithm,
and a novel dynamic k algorithm capable of operating on fingerprints composed of multiple
location-dependent features extracted from the channel impulse response (CIR), typically made
available by UWB hardware. The results show that UWB and WiFi technologies lead to a similar
accuracy when a traditional algorithm using a single feature is adopted; when used in combination
with the proposed dynamic k algorithm operating on channel energy and delay spread, UWB
outperforms WiFi, providing higher accuracy and more degrees of freedom in the design of the
system architecture.
Keywords: UWB; WiFi; indoor positioning
1. Introduction
Information on the position of wireless devices may help the implementation of next-generation
communication systems, infrastructures and services [1,2]. The design of accurate and scalable indoor
positioning systems (IPSs), aiming at extending outdoor location-based services, provided by systems
such as GPSs, to indoor environments, is thus very appealing [3]. Among the investigated techniques
and technologies, ultra-wideband (UWB) and WiFi are two major candidates for implementing
reliable IPSs [4,5].
Typically, UWB IPSs are based on triangulation principles applied to dedicated infrastructures
formed by anchor nodes (ANs). Within these systems, the first positioning phase is referred to as
ranging, and it estimates the distances between each AN and a device in the unknown position, referred
to in the following as a target node (TN), through either lateration techniques, such as time of arrival
(ToA) and time difference of arrival (TDoA), or through the received signal strength (RSS); the estimate
of the TN position is then obtained by exploiting the ranging phase results, through either geometric or
linear and non-linear least squares minimization approaches [4]. It is demonstrated that these schemes
are highly accurate when line-of-sight (LoS) and perfect time synchronization conditions are verified
between ANs and the TN; however, several factors, such as (a) direct path excess-delay/blockage
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due to non-LoS (NLoS) propagation; (b) clock drifts due to asynchronism; and (c) interference from
other users/networks, lead to a significant decrease in accuracy, as a result of their negative impact
on the ToA estimation [6,7]. In order to cope with the decrease in accuracy of lateration techniques,
the application of the fingerprinting approach has been recently proposed for UWB [8–14]; in general,
fingerprinting relies on two phases: the first, referred to as the offline phase, is a collection of data
related to the signal propagation (fingerprints) and with respect to predefined reference node (RN)
positions in the area of interest. During the second phase (online phase), the TN position is estimated
through the application of pattern-matching techniques between RNs and TN fingerprints. Several
choices are possible for the data to be collected: in the case of UWB, channel impulse response (CIR)
location-dependent features have been proposed as fingerprints, because of the possibility of the
accurate temporal resolution of multipath components typically forming the CIR [15]. In parallel,
in the view of the cost-effective reuse of pre-existing communication infrastructure, fingerprinting
emerges as one of the most appealing solutions in the case of WiFi-based IPSs [5]; in this case, the use
of WiFi access points (APs) as ANs and the collection of RSS values in the RN positions have been
widely proposed and analyzed [16–21].
UWB can be expected to provide better accuracy than WiFi, because of its larger bandwidth and
consequently lower bounds on the positioning error [6,22]. However, no performance comparison
has been carried out so far in order to quantify this improvement; in general, the performance of
WiFi and UWB fingerprinting systems has been instead analyzed using very different assumptions,
in particular regarding the density of fingerprints and the corresponding measurement effort in the
offline phase, which is significantly higher in the case of UWB. The main goal of this work is to fill
this gap by providing a comparison, based on simulation, of RSS-based WiFi and CIR-based UWB
fingerprinting IPSs, within the same environment and using the same spatial density and thus the
same total number of RNs. The two technologies are compared in combination with two different
positioning algorithms: a traditional k-nearest neighbors (kNN) scheme with fixed k, and a novel
algorithm that adaptively determines k using multiple CIR location-dependent features, in particular,
energy and the root-mean-square delay spread (RMS-DS).
The paper is organized as follows: Section 2 reviews related work on WiFi and UWB fingerprinting
IPSs, while Section 3 introduces the motivation for the present work and its innovative contributions.
Section 4 provides a description of WiFi and UWB systems—in particular, of signal features used to
define the fingerprints in the two cases—and of the two positioning algorithms. Section 5 provides
details on the common framework used for performance evaluation, while simulation results are
reported and discussed in Section 6; finally, Section 7 concludes the paper.
2. Related Work
As mentioned in Section 1, fingerprinting is typically organized into offline and online phases.
Given an area of interest A and L and N as the total numbers of ANs and RNs, the offline phase
consists of the collection of N fingerprints sn (with n = 1, . . . , N), where it is assumed for the moment
that the generic lth component sn,l of sn contains a single signal feature extracted in relation to the
lth AN (with l = 1, . . . , L); the extension to multiple features is introduced in Section 4. During the
online phase, whenever the position of the mth TN has to be estimated, a fingerprint tm is measured
and then compared with each sn fingerprint; finally, the TN position is estimated as a function of the
positions of the RNs with the most similar fingerprints, where the concept of similarity depends on
the collected data and the adopted estimation algorithm. The effective deployment of fingerprinting
requires several challenges to be met: (1) the choice of data and technology to be used; (2) the sensitivity
of data to signal propagation variability; (3) the efficient planning of the offline phase in terms of
AN/RN topologies; (4) the definition and optimization of the positioning algorithm.
RSS-Based WiFi Fingerprinting IPSs—In the context of WiFi fingerprinting IPSs, different aspects
have been investigated [5]. In this section, a general system model that is the basis of several proposed
solutions is reported.
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In a WiFi-based approach, the L ANs are APs continuously transmitting a beacon sequence,
while the N RNs are positions being visited by a reference receiver (Rx) while collecting RSS values of
beacons and thus defining a RSS fingerprint for each RN. Once the fingerprint for the TN is similarly
collected by the target Rx, several approaches might be used for the position estimation; among them,
deterministic kNN algorithms are widely investigated, because of the relative ease of implementation.
They are based on the definition of a deterministic similarity metric between fingerprints, referred to
as sim(tm, sn), and the final estimated position is determined as the average of the k RN positions with
the most similar fingerprints:
pˆm =
∑kn=1 pn
k
(1)
where pn = (xn, yn, zn) and pˆm = (xˆm, yˆm, zˆm) are the nth RN position and the estimate of the
mth TN, in the three-dimensional (3D) coordinate system defined for A, respectively. Existing WiFi
fingerprinting systems using kNN algorithms typically differ under the following two aspects:
• Selection of k: Previous works have showed the impact of the value of k on the positioning
accuracy. Existing schemes can be broadly divided into two families: a priori fixed k schemes
and dynamic k schemes. In a priori fixed k schemes, k is predefined and does not depend on
the positioning request; it has been empirically found that the average positioning error in these
schemes is typically minimized by selecting k between 2 and 10 [16–19]. Dynamic k schemes
typically rely on the introduction of a variable threshold in order to determine the value of k
depending on the specific positioning request [19,23,24].
• Similarity metric: Different similarity metrics have been proposed [20]. A popular choice is
the use of the inverse Minkowski distance with order o ≥ 1 (orders typically used are o = 1,
i.e., the Manhattan distance, and o = 2, i.e., the Euclidean distance). Denoting with Do(tm, sn) the
Minkowski distance with order o, sim(tm, sn) is then defined as follows:
sim(tm, sn) = [Do(tm, sn)]−1 =
( L∑
l=1
|tm,l − sn,l |o
)1
o
−1 (2)
CIR-Based UWB Fingerprinting IPSs—While RSS is traditionally used as a signal feature in WiFi
IPSs, several location-dependent CIR features are being considered for UWB IPSs.
Before reporting the related work on UWB fingerprinting, similarities and dissimilarities with the
WiFi case should be highlighted. On the one hand, differently from the WiFi case, UWB IPSs are mainly
designed for transmitter (Tx) localization. For this reason, the L ANs are receivers, while the N RNs are
positions being visited by a reference Tx. The fingerprint of the nth RN is then obtained by evaluating
the CIRs in the ANs when the reference Tx is beaconing from the nth RN position. On the other hand,
similarly to the WiFi case, UWB fingerprinting requires in general no perfect time synchronization
between ANs and RNs/TNs during offline/online phases. It is instead required that the Tx placed in
the RN/TN transmits the beacon sequence within a predefined observation time Tob, during which
the ANs are active. The duration of Tob should be set in order to include most of the CIR time delay
spread, so as to collect most of its multipath components.
Several works propose CIR-based UWB fingerprinting; many of them have introduced the concept
of regions, typically of areas in the order of cm2, inside the area of interest A [8–11]: once a single Rx is
placed in A, an extensive CIR measurement campaign is performed for each region while placing the
reference Tx at several RN positions, separated by a few centimeters from each other. The performance
analysis has typically focused on evaluating the probability of the correct identification of the region
in which the Tx is located. A different approach is proposed in [12–14]: several CIR features are
considered as possible fingerprints, mainly in conjunction with a neural network-based estimation
phase. Among others, two specific CIR features have emerged as preferred choices: CIR energy and
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RMS-DS. It is interesting to note that the above two features have been also adopted in research
works focusing on the identification of UWB CIRs as LoS versus NLoS, which is one of the main
challenges in the design of ToA/TDoA-based UWB localization [25,26]. Previous work thus clearly
identifies energy and RMS-DS as the most suitable options to represent an UWB CIR; as a result,
these were adopted in this work, as detailed in Section 4. In analogy with WiFi, the performance
analysis in [12–14] was carried out in terms of TN position estimation rather than region identification;
however, no performance comparison with WiFi was provided and, as compared to the typical WiFi
deployment in the offline phase, much more extensive CIR measurement campaigns were carried out.
3. Motivation and Contribution
As introduced in Section 1 and moving from the observations of Section 2, the main goal of this
work is to provide a fair comparison of RSS-based WiFi and CIR-based UWB fingerprinting IPSs,
within the same environment and introducing common assumptions and performance targets, in order
to verify whether, and to what extent, UWB technology leads to higher positioning compared to WiFi.
The following novel contributions can be identified with respect to previous work:
• The two technologies are analyzed in the same scenario in combination with both a fixed
kNN algorithm and a novel dynamic kNN algorithm, capable of taking advantage of both
monodimensional and multidimensional fingerprints.
• Differently from previous works on UWB fingerprinting [8–11], no regions are defined in the area
of interest, and the positioning accuracy is provided in terms of coordinate estimation.
• Differently from [12,13], the work is based on simulation, allowing us to derive an average
performance comparison not depending on a single AN/RN topology, as a result of the
randomization of topologies carried out, within the area, through of the adoption of Poisson
point processes (PPPs).
4. Fingerprinting Positioning Systems
In this section, a common notation is established in order to describe topologies and system
parameters adopted in the analysis of WiFi and UWB positioning systems; furthermore, the algorithms
used in the analysis are introduced.
4.1. Notation
In this work, a topology is defined by the numbers and positions of ANs and RNs; in the following,
for the generic jth topology, Lj indicates the number of ANs, while Nj indicates the number of RNs.
Both systems operate on the basis of fingerprints, with the goal of determining the positions of a set
of M TNs: sn (with n = 1, 2, . . . , Nj) indicates the fingerprint collected during the offline phase at the
position of the nth RN and stored in the system database, while tm (with m = 1, 2, . . . , M) indicates
the fingerprint collected during the online phase at the unknown position of the mth TN. We note
that each fingerprint may in general include a set of F ≥ 1 features for each AN; the number of ANs
Lj and the number of features F thus determines the size of a fingerprint. A fingerprint is in this case
defined as sn = {s1n, · · · , s fn, · · · sFn}, where the f th vector s fn contains the data related to the f th feature
considered in the definition of the fingerprints.
4.2. Definition of Fingerprints
WiFi IPS—For the WiFi-based IPS, a single feature is adopted in defining the fingerprint associated
to each RN or TN: the RSS measured at the corresponding position for the signals from the Lj APs.
As a result, the fingerprint sn for the nth RN consists of a vector of 1× Lj RSS values; denoting as RSSn,l
the RSS for the pair formed by the nth RN and the lth AN, it follows that sn = (RSSn,1, . . . , RSSn,Lj).
Similarly, the fingerprint tm for the mth TN consists of a vector of 1× Lj RSS values for signals received
at the unknown position of the TN from the Lj APs: tm = (RSSm,1, . . . , RSS
m,Lj).
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UWB IPS—The proposed UWB fingerprint definition exploits two CIR location-dependent features,
that is, energy and the RMS-DS. Denoting the CIR as h(t), the energy, referred to in the following as E ,
is evaluated by considering the maximum value of the convolution between h(t) and its time-reversed
version h(−t):
E = max{h(t)⊗ h(−t)} (3)
where ⊗ indicates the convolution operator.
The RMS-DS, referred to as τrms, represents the time duration of h(t) and is evaluated as follows:
τrms =
√
∑Cc=1 ∑
R(c)
r=1 τ
2
c,r|ac,r|2
G
−
(∑Cc=1 ∑R(c)r=1 τc,r|ac,r|2
G
)2
(4)
where, as widely accepted in the context of UWB indoor propagation, a clustered arrival of paths
is assumed [27]. With reference to Equation (4), C indicates the total number of clusters of paths
forming the CIR, and R(c) indicates the number of paths composing the cth cluster; moreover, τc,r and
ac,r indicate the time of arrival and the amplitude of the rth path within the cth cluster, respectively,
and finally G indicates the total multipath gain, which measures the total amount of energy collected
over all paths when a pulse with unitary energy is transmitted [28,29]. In the proposed scheme,
the absence of perfect time synchronization is considered between both AN/RN and AN/AN pairs;
for this reason, τ1,1 in Equation (4) does not correspond to the true ToA: in fact, the Tx signal is observed
at each AN with a random initial shift, caused by the mismatch between the initial time of transmission
and observation. In order to avoid the shift in the evaluation of τrms, CIRs for all ANs/RNs have been
aligned to a common τ1,1 shift value, as shown in Figure 1.
t
Tob
Random Shift
Considered Interval
Common Shift
1st path
Last path
Figure 1. Example of time alignment for a generic channel impulse response (CIR).
With reference to the notation introduced in Section 4.1, UWB fingerprints sn and tm are thus
defined as sn = {s1n, s2n} and tm = {t1m, t2m}, respectively.
The components s1n and t1m of fingerprints are based on the first CIR feature identified above
and thus contain the set of energy values for each AN/RN and AN/TN pair. Denoting as En,l the
energy for the pair formed by the nth RN and the lth AN, it follows that s1n = (En,1, . . . , En,Lj) and
t1m = (Em,1, . . . , Em,Lj); similarly, components s2n and t2m of the fingerprints are based on the second CIR
feature and thus include the set of RMS-DS values for each AN/RN and AN/TN pair. Denoting as τn,lrms
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the RMS-DS for the pair formed by the nth RN and the lth AN, it follows that s2n = (τ
n,1
rms, . . . , τ
n,Lj
rms )
and similarly t2m = (τ
m,1
rms, . . . , τ
m,Lj
rms ).
4.3. Algorithms
Two algorithms are considered for position estimation: the first, fixed kNN, is taken from the
literature, while the second, adaptive kNN, is newly introduced in this work.
Fixed kNN—Following the traditional approach adopted in most fingerprinting systems, the algorithm
adopts as the similarity metric the inverse Euclidean distance between two fingerprints, corresponding
to the inverse of the Minkowski distance defined in Equation (2) with order o = 2, in combination with
a fixed k.
Adaptive kNN—The algorithm adapts the value of k on the basis of the fingerprint collected at the
position of the TN by also taking advantage of multifeature fingerprints, when available. The algorithm
is organized into F + 1 steps and uses an iterative approach that eventually selects fingerprints for
which all features meet a similarity condition defined on the basis of dynamic thresholds. In the
following, the algorithm is described for the case of multifeature UWB fingerprints with F = 2,
while its application to monofeature WiFi fingerprints is presented at the end of the section.
1. (a) For each generic nth RN, given s1n and t1m, a vector α1n,m = (α1n,m,1, · · · , α1n,m,Lj) is defined,
where the generic lth component is defined as follows:
α1n,m,l =

Em,l
En,l if E
m,l > En,l
En,l
Em,l if E
n,l > Em,l
Each component of α1n,m is by definition ≥ 1 and defines a similarity metric for the lth
component of fingerprints s1n and t1m: α1n,m,l → 1 means that, with reference to the lth AN,
the nth RN experiences an energy similar to that of the TN, thus possibly corresponding
to similar positions in the area.
(b) A set of thresholds {δ}1 = {δ1min, · · · , δ1i , · · · , δ1max} is defined in order to assess whether
s1n and t1m are similar, on the basis of α1n,m. For the generic ith threshold δ1i selected from
{δ}1, the lth components of s1n and t1m are considered similar if α1n,m,l ≤ δ1i . In turn, s1n
and t1m are determined as similar if at least dLj/2e components have been considered
similar. Thresholds are selected one by one, starting from the most restrictive, δ1min, and the
similarity of each RN to the TN is tested against it. When at least one RN is determined to
be similar to the TN, the procedure is concluded.
The RNs passing the selection of steps 1a and 1b are considered similar to the TN in the energy
domain, and they are transferred to step 2.
2. The same procedure defined in steps 1a and 1b for the energy domain is applied in the RMS-DS
domain by defining the α2n,m vectors on the basis of s2n and t2m and by comparing their components
with thresholds in a set {δ}2 = {δ2min, · · · , δ2max}, leading to further pruning of the set of RNs
eventually transferred to step 3.
3. Equation (1) is finally applied on the set of remaining RNs in order to estimate the position of the TN.
The application of the algorithm to WiFi fingerprints as defined in Section 4.2 is straightforward
and foresees a first step in which RSS values stored in fingerprints are used to define vectors α1n,m and
prune the set of fingerprints as described in step 1 above, as well as a second step corresponding
to step 3 above.
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5. A Common Framework for Performance Comparison
This section provides details on the common framework used to compare the two systems.
The second floor of the Department of Information Engineering, Electronics and Telecommunications
(DIET) of Sapienza University of Rome, Rome, Italy, covering a total area of approximately 42 × 12 m2,
was used as a testing areaA. WithinA, WiFi indoor propagation, and thus RSS values, were modeled by
using the multi-wall multi-floor (MWMF) empirical model [30], with site-specific propagation parameters
obtained with the methodology reported in [31,32]. In the case of UWB propagation, CIRs were modeled
according to the IEEE 802.15.3a model [33].
In order to derive general results, not strictly depending on a given AN/RN topology, independent
PPPs were adopted in order to randomly select AN/RN positions and cardinalities. The performance
results in terms of estimation accuracy were then averaged over 100 topologies. Given the general
relationship N = λ|A|, density values, denoted as λAN and λRN, were selected in order to obtain,
for each scenario, a realistic average number of ANs/RNs, denoted as L and N, respectively. Figure 2
reports an example of AN/RN topology. For each topology, after defining a total number M of
randomly distributed TNs, the positioning error em (with m = 1, 2, . . . , M) was evaluated for each TN
as follows:
em =
√
(x∗m − xˆm)2 + (y∗m − yˆm)2 + (z∗m − zˆm)2 (5)
where pˆm = (xˆm, yˆm, zˆm) and p∗m = (x∗m, y∗m, z∗m) are the estimated position and the true position for
the mth TN, respectively. Assuming each em as a sample of a random variable e, the cumulative
distribution function (CDF) and the main statistics of e, together with the average error e¯ = ∑
M
m=1 em
M ,
were also evaluated.
ANs
RNs
Figure 2. Example of anchor node/target node (AN/RN) Poisson point process (PPP) topology @ DIET
Department; L = 10 and N = 100 (ANs: circles; RNs: squares).
6. Results and Discussions
In this section, the main results of the comparative analysis between the WiFi- and UWB-based
fingerprinting are presented. Positioning errors em have been evaluated by using the simulation
parameters reported in Table 1; among several possible combinations, three different ANs/RNs
density scenarios were used for the initial performance comparison, referred to as low, medium and
high density (LD, MD, and HD, respectively), as reported in Table 2. We note that in the following,
error statistics are summarized in the form of boxplot diagrams, in which the reported statistics are
minimum, maximum, and median errors, and 25th and 75th percentiles. Diagrams also report possible
outliers, evaluated as a function of the values found for the 25th/75th percentiles and their difference
to minimum and maximum errors, respectively. In particular, a value is considered an outlier if
it is smaller than q25% − ∆(q75% − q25%) or larger than q75% + ∆(q75% − q25%), where q25% and q75%
represent the 25th/75th percentiles, respectively, and ∆ is the greatest value between the difference
evaluated among the 75th percentile and the maximum error and the difference between the 25th
percentile and the minimum error.
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Table 1. Simulation parameters.
Parameter WiFi/UWB
M 50
L {5, 10, 15}
N {25, 50, 100}
k (fixed kNN) {1, 2, 3, 4, 5}
{δ}1,2 (adaptive kNN) {1.1–1.5}
Table 2. ANs/RNs density scenarios.
Scenario (L,N)
Low density (LD) (5, 25)
Medium density (MD) (10, 50)
High density (HD) (15, 100)
6.1. Fixed kNN
Because the fixed kNN algorithm does not support the use of multifeature fingerprints, in the
analysis presented in this subsection, WiFi was compared with UWB using either of the two
features, leading to three different systems: (a) WiFi; (b) UWB-energy, only using CIR energy;
and (c) UWB-RMS-DS, only using CIR RMS-DS. Figures 3–5 report statistics of e for the three systems,
for k ranging from 1 to 5, in LD, MD, and HD scenarios, respectively.
The results highlight that, as expected, the positioning accuracy of all systems increases as the
densities of both the ANs and RNs increase. Notably, a slightly better performance of WiFi RSS with
respect to UWB-energy could be observed, with the gap in favor of WiFi increasing as the ANs/RNs
densities increased. This could be explained by observing that the RSS values generated by the
deterministic MWMF model used for WiFi were characterized by a lower variability compared to the
energy values obtained from UWB CIRs generated with the statistical IEEE 802.15.3a channel model.
The validity of the MWMF model in generating WiFi RSS fingerprints was assessed in [32,34].
WiFi
1NN 2NN 3NN 4NN 5NN
Er
ro
r [
m]
2
4
6
8
10
12
14
UWB-Energy
1NN 2NN 3NN 4NN 5NN
2
4
6
8
10
12
14
UWB-RMS-DS
1NN 2NN 3NN 4NN 5NN
2
4
6
8
10
12
14
Low Density (LD)
Figure 3. Statistics of positioning error e in low density (LD) scenario for WiFi, ultra-wideband
(UWB)-energy and UWB root-mean-square delay spread (RMS-DS) with fixed k-nearest neighbor
(kNN) algorithm (k = {1, 2, 3, 4, 5}).
Technologies 2018, 6, 14 9 of 16
WiFi
1NN 2NN 3NN 4NN 5NN
Er
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r [
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1
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4
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UWB-Energy
1NN 2NN 3NN 4NN 5NN
1
2
3
4
5
6
7
8
9
10
UWB-RMS-DS
1NN 2NN 3NN 4NN 5NN
1
2
3
4
5
6
7
8
9
10
Medium Density (MD)
Figure 4. Statistics of positioning error e in medium density (MD) scenario for WiFi, ultra-wideband
(UWB)-energy and UWB root-mean-square delay spread (RMS-DS) with fixed k-nearest neighbor
(kNN) algorithm (k = {1, 2, 3, 4, 5}).
WiFi
1NN 2NN 3NN 4NN 5NN
Er
ro
r [
m]
1
2
3
4
5
6
7
UWB-Energy
1NN 2NN 3NN 4NN 5NN
1
2
3
4
5
6
7
UWB-RMS-DS
1NN 2NN 3NN 4NN 5NN
1
2
3
4
5
6
7
High Density (HD)
Figure 5. Statistics of positioning error e in high density (HD) scenario for WiFi, ultra-wideband
(UWB)-energy and UWB root-mean-square delay spread (RMS-DS) with fixed k-nearest neighbor
(kNN) algorithm (k = {1, 2, 3, 4, 5}).
Moving to the comparison of WiFi versus UWB-RMS-DS, the results show a similar performance
for the two systems, highlighting a high reliability of the RMS-DS feature in representing the UWB CIR.
Finally, the results show that the setting k = 2 leads to the best performance for WiFi in terms of
median error in all density scenarios.
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6.2. Adaptive kNN
The adaptive kNN algorithm introduced in this work can take advantage of the multifeature UWB
fingerprints; out of completeness, however, the analysis presented in this subsection also considers
the two UWB systems introduced in Section 6.1. As a result, Figure 6 reports statistics of e in LD,
MD, and HD scenarios for the WiFi RSS system versus three different UWB IPSs: UWB-energy
and UWB-RMS-DS previously introduced, as well as the UWB-combo system, using both UWB
CIR features.
Low Density (LD)
1 2 3  4
Er
ro
r [
m]
2
4
6
8
10
12
14
Medium Density (MD)
1 2 3 4
2
4
6
8
10
12
14
High Density (HD)
1 2 3 4
2
4
6
8
10
12
14
WiFi
UWB-Combo
UWB-RMS-DS
UWB-Energy
WiFi
UWB-Energy
UWB-Energy
UWB-Combo
UWB-Combo
UWB-RMS-DS
UWB-RMS-DS
WiFi
Figure 6. Statistics of positioning error e in low, medium and high density (LD, MD and HD)
scenarios for WiFi, ultra-wideband (UWB)-energy, UWB root-mean-square delay spread (RMS-DS) and
UWB-combo with adaptive k-nearest neighbor (kNN) algorithm.
Several insights can be obtained from the results shown in Figure 6. In particular, a significant
decrease in accuracy for the WiFi system compared to that achieved with the fixed kNN algorithm
can be observed; oppositely, a significant accuracy increase is visible for both the UWB-energy and
UWB-RMS-DS systems. The results thus indicate that the proposed algorithm is particularly suited for
operating on UWB CIR features and peculiar propagation characteristics.
The results also show that the UWB-combo system outperforms WiFi and both UWB systems
on the basis of stand-alone CIR features, indicating that the proposed algorithm is effective in taking
advantage of multifeature fingerprints.
6.3. UWB versus WiFi-Optimal Configuration
The results in Sections 6.1 and 6.2 highlight that the two algorithms lead to significantly different
performances when applied to WiFi versus UWB technologies. This section compares the two technologies
when each is used in combination with the algorithm leading to the best possible performance; in particular,
the fixed kNN algorithm with k = 2 was selected for WiFi (configuration referred to as WiFi-opt in the
following) and the UWB-combo scheme introduced in Section 6.2 was considered for UWB. The impact
of ANs/RNs densities, topologies, and procedures for system optimization of the two technologies
is analyzed in the following; finally, the computational complexity characterizing the two schemes
is discussed.
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Impact of ANs/RNs Densities—Figures 7 and 8 report the statistics and CDF of e in the LD, MD
and HD scenarios for WiFi-opt and UWB-combo, respectively. The results show that UWB-combo
outperforms WiFi-opt in all density scenarios, always showing a lower median e than WiFi;
UWB-combo and WiFi-opt present some outliers in the MD and HD scenarios, respectively, ranging
however on tight intervals close to the median error.
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Figure 7. Statistics (a) and cumulative distribution functions (CDFs) (b) of the positioning error e in
low, medium and high density (LD, MD and HD) scenarios for the WiFi-opt system.
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Figure 8. Statistics (a) and cumulative density functions (CDFs) (b) of the positioning error e in low,
medium and high density (LD, MD and HD) scenarios for the ultra-wideband (UWB)-combo system.
Interestingly, the results show that when the two technologies are compared under fair conditions,
the performance advantage of UWB, although still significant, is not as wide as the results in [12–14]
might suggest.
Impact of ANs/RNs Topologies—Previous results have been obtained by averaging the positioning
errors of different ANs/RNs topologies. In order to highlight how the variability related to ANs/RNs
topology affects the positioning accuracy and reliability, Figure 9 shows, for all density scenarios
defined in Table 2, the variance of the average error e when (1) the ANs topologies change while
the RNs topology is fixed, and (2) the RNs topologies change while the ANs topology is fixed.
The results show that, for both systems, the variation of either the ANs or RNs topology has a similar
impact on the positioning error. However, a significantly higher impact is observed for WiFi-opt,
indicating that UWB-combo not only outperforms WiFi-opt in terms of accuracy, but its performance
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is also less affected by the variation of ANs/RNs placement, allowing a higher degree of freedom in
system implementation.
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Figure 9. Variance of average positioning error e due to topology change in low, medium and high
density (LD, MD and HD) scenarios for ultra-wideband (UWB)-combo vs WiFi-opt.
Impact of System Optimization—The two systems were further compared in terms of robustness
with respect to system optimization. On the one hand, the optimization may focus on the reduction of
the dedicated infrastructure in terms of the number of ANs; on the other, it may focus on the reduction
of required offline measurements in terms of the number of RNs. Two additional scenarios were thus
defined, as reported in Table 3.
Table 3. ANs/RNs optimized scenarios.
Scenario L N
Minimum infrastructure (mI) 5 {25, 50, 100}
Minimum measurements (mM) {5, 10, 15} 25
Figure 10 reports the average positioning error for WiFi-opt versus UWB-combo in minimum
infrastructure (mI) and minimum measurements (mM) scenarios, respectively. The results show that
also in this case UWB-combo outperforms WiFi-opt in terms of the average positioning error in both
the mI and mM scenarios, opening the way to more-efficient optimization procedures in terms of the
density of both ANs and RNs.
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Figure 10. Average positioning error e in minimum infrastructure (mI) (a) and minimum
measurements (mM) (b) scenarios for ultra-wideband (UWB)-combo vs WiFi-opt.
Complexity Comparison—The comparison between the complexity of WiFi-opt and UWB-combo
should consider both offline and online phases for the two systems:
• Offline-phase complexity—The complexity of the measurement phase is comparable for the
two systems: in the case of WiFi-opt, the RSS reading taken at each RN is commonly provided
by off-the-shelf WiFi devices and does not require any particular advanced post-processing.
Similarly, energy and RMS-DS readings, taken in the same number of RNs, can be easily
obtained from data collected by off-the-shelf UWB devices, such as Decawave or Time Domain
products, with simple post-processing techniques [35]. In terms of fingerprinting database storage,
the UWB-combo needs twice the storage space compared to WiFi-opt, as two signal features are
included in the fingerprint associated to a single RN. However, the results shown in Figure 10
indicate that UWB-combo can achieve the same positioning accuracy while using a lower RN
density than WiFi-opt, in turn requiring less storage space.
• Online-phase complexity—The complexity of this phase depends on the adopted estimation algorithm.
In the case of WiFi-opt, a traditional kNN algorithm is used; following the analysis presented
in [36], the kNN complexity is determined by the computation of the Euclidean distances between
TN and RNs RSS fingerprints (NL multiplications) and the selection of the k nearest neighbors
(Nk comparisons). Overall, the asymptotic complexity can be expressed as O(NL) in terms of
multiplications and O(N) in terms of comparisons.
In the case of UWB-combo, the complexity of the adaptive kNN algorithm operating on F = 2
features can be estimated as follows. In step 1, NL values of α1 are computed (NL multiplications)
and compared with the set of {δ}1 thresholds. In the worst case, this comparison is repeated
over the entire set of thresholds, leading to the need for NL|{δ}1| comparisons, where |{δ}1|
represents the cardinality of the set of energy thresholds. In step 2, if no RNs have been discarded
during step 1 (worst-case analysis), NL values of α2 are computed (NL multiplications) and
compared with the set of {δ}2 thresholds. If this comparison is repeated over the entire set of
thresholds, NL|{δ}2| comparisons are needed, where |{δ}2| represents the cardinality of the set
of RMS-DS thresholds. The asymptotic complexity can finally be expressed as O(NL) in terms of
multiplications and O(NL) in terms of comparisons.
UWB-combo is thus characterized by a slightly higher asymptotic complexity than WiFi-opt, but it
is worth mentioning that the above analysis was carried out under an extreme worst-case scenario,
in which, in particular, it is assumed that step 1 of the algorithm does not affect the following
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phase (no RNs are discarded using the energy parameter). However, experimental analysis has
showed that such a scenario is quite unlikely: most of the RNs are in fact typically discarded in
step 1, leading to a significantly reduced complexity for latter phases of the algorithm.
7. Conclusions and Future Work
In this work, a comparison of WiFi- and UWB-based fingerprinting IPSs was carried out, in order
to verify whether UWB technology can still lead to a higher accuracy with respect to WiFi when
operating in scenarios characterized by the same AN and RN densities. The two technologies were
compared using two different positioning algorithms: a traditional kNN algorithm with fixed k, and a
novel adaptive kNN algorithm with dynamic k, designed in order to take advantage of fingerprints
including multiple features, as typically made available by UWB hardware.
The results highlight that, when operating in combination with a traditional kNN algorithm with
fixed k, UWB and WiFi technologies lead to similar accuracy, and that RMS-DS should be the preferred
choice when only one feature can be used to represent UWB CIRs.
When used in combination with the proposed adaptive kNN algorithm, however, UWB leads to a
higher accuracy and better robustness, in particular when resources, defined in terms of dedicated
infrastructure and collected measurements, are minimized. Moreover, the analysis of average error
variance shows that UWB is more robust than WiFi to variations in the topology of ANs and RNs,
thus leading to a more stable positioning performance with respect to spatial variations of both the
density and positions of ANs and RNs and thus supporting a simpler and faster implementation.
Future work will focus on extending the presented analysis by introducing performance
comparison with traditional ToA-based UWB IPSs. Experimental measurements will also be introduced
in the analysis in order to confirm the results obtained by simulation in this work, taking into account
in particular the impact of varying environmental conditions over time on the IPS performance.
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Abbreviations
The following abbreviations are used in this manuscript:
AN Anchor node
CIR Channel impulse response
DIET Department of Information Engineering, Electronics and Telecommunications
IPS Indoor positioning system
LoS Line-of-sight
MWMF Multi-wall multi-floor
NLoS Non-line-of-sight
RMS-DS Root-mean-square delay spread
RN Reference node
RSS Received signal strength
TDoA Time difference of arrival
TN Target node
ToA Time of arrival
UWB Ultra-wideband
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