Decoy-state quantum key distribution (QKD) has convincingly been shown the core solution to secure key exchange. While standard BB84 protocol needs to prepare and measure all states of two complementary bases, which seriously restricts its real life applications in photonic integration and high speed system. Fortunately, a simplified BB84, only sending and receiving three states, achieves the same asymptotic secret key rate compared with standard BB84 under coherent attacks. In this work, by skillfully exploiting uncertainty relation for smooth entropies, we provide the finite-key security bounds for decoy-state simplified BB84 QKD against coherent attacks in the universally composable framework. Simulation results show that it can also achieve almost the same performance compared with standard BB84 even the total number of pulses is as low as 10 8 . We conclude that simplified BB84 can completely replace standard BB84 to be the best choice for QKD in most common practical scenarios.
I. INTRODUCTION
Quantum key distribution (QKD) provides unconditionally secure secret keys between two remote users via the principles of quantum mechanics. In 1984, Bennett and Brassard proposed the first QKD protocol, called BB84 [1] . Since then, various QKD protocols have been presented, but BB84 is still the most practical one. Reallife implementations of BB84 protocol are mainly based on attenuated laser pulses. It is vulnerable to the photonnumber-splitting attack [2] , because the laser source occasionally generates multi-photon and the channel loss is inevitable. Fortunately, the development of the decoystate method has successfully handled these issues and greatly improved the performance of QKD [3, 4] . Standard BB84 protocol usually includes preparation and measurement of four quantum states, i.e., Alice randomly prepares quantum states in X or Z basis while Bob randomly choose Z or X basis to measure these states.
Currently, the significant advances have been achieved in decoy-state BB84 QKD, which gets a lot of experimental demonstrations in various situation, including fiber [5] [6] [7] [8] , free-space [9, 10] , chip [11] [12] [13] , satellite [14] [15] [16] and high-dimension [17] [18] [19] . However, with the development of decoy-state QKD system towards highfrequency clock and miniaturization, the preparation of superposition quantum state |− based on π phase difference is a bottleneck. For example, it is a big challenge that the high rate modulation in Si-based chip [20] . Besides, the passive basis detection with four detectors is usually adopted in high-frequency clock system, which will bring in the additional detector costs and complex calibration for detection-efficiency balanced. In order to overcome the preparation of state |− , a three-state protocol has been proposed while the unconditionally secure secret key rate is very low compared with standard BB84 * hlyin@nju.edu.cn † zbchen@nju.edu.cn if one utilizes a special entangled state to prove security [21] . Afterwards, the asymptotic secret key rate is increased to the same level as standard BB84 using the loss-tolerant model [22] . However, it still needs to measure the four states. To further simplify the complexity of the experiment, a so-called simplified BB84 protocol that only has three measurement operators on the receiver is presented [23] , which directly results in a record of transmission distance for point-to-point QKD [24] . Recently, a field trial of simplified BB84 has been demonstrated in backbone network [25] . Despite these amazing developments, the simplified BB84 proposed in Ref. [23] has some drawbacks that its security proof is only valid under the collective attack and requires basis-independent detection efficiency condition. A simple and direct security proof against coherent attacks is very meaningful, which avoids various estimation to lift the security from collective attacks to coherent attacks. Besides, the basis-independent detection efficiency condition usually cannot be satisfied in practical system unless at the cost of reduced key rate [26, 27] . Recently, some authors of us provide a security proof with simple phase error formula to solve the above problems in the asymptotic regime [28] via the phase error correction argument [29] [30] [31] and basis-independent source for single-photon. However, the experimental data is usually finite in the realization condition. Here, inspired by complementarity argument [31] and uncertainty relation for smooth entropies [32] , we do not need to introduce a virtual entanglement-based protocol to provide security. We present a rigorous finite-key analysis for decoy-state simplified BB84 QKD, which is secure against coherent attacks in the universally composable framework [33, 34] . Numerical results indicate that the secret key rate of simplified BB84 is slightly smaller than that of standard BB84 protocol in finite size samples as low as 10 8 . The performances of two protocols are almost the same when the size of samples is increased to 10 11 . Besides, we also consider the transmission limit of decoy-state QKD, in which the secret key rate can achieve 0.25 bps over 472 km ultralow-loss fiber using 2.5 GHz system [24] .
II. SECURITY ANALYSIS
Here, we review the simplified BB84 protocol [23, 28] . Alice sends to Bob two states |0 and |1 in Z basis or only one state |+ in X basis using single-photon pulse. Bob measures the received pulses to project onto two states |0 and |1 in Z basis or only one state |− in X basis. The data of both Alice and Bob selecting Z basis is used to extract key rate while the data of Alice choosing Z (X) basis and Bob selecting X is utilized to monitor Eve's eavesdrop. The phase error rate can be written as e p = Yxx 2Yzx in the asymptotic regime [28] , where Y xx (Y zx ) is the yield given that Alice selects X (Z) basis and Bob chooses X basis.
By employing the entanglement distillation argument [29, 30] , the simplified BB84 protocol has been proven secure against coherent attacks in the asymptotic limit [28] . Thereinto, one key observation is that the Bell-diagonal state is a superposition state of two joint quantum states with the same amplitude, such as
Therefore, the calculation of phase error does not need Bob to measure two states of X basis in principle. Besides, Alice also does not need to send two states of X basis due to the source basisindependent assumption, i.e., |0 0| + |1 1| = |+ +| + |− −|. Although the CSS quantum error correction code can be exploited to decouple the bit and phase error correction [30] , resulting in a prepare-and-measure scheme, it's still not easy to understand simplified BB84 due to existing virtual entanglement protocol in security proofs.
Different from the entanglement distillation argument, the complementarity argument [31] can decouple error correction and privacy amplification from the beginning, thereby relieveing it from the constraint of the virtual entanglement protocol. We only need to estimate the leaked information from the error corrected key. Considering the equivalent time-reversed protocol, Alice measures the state transmitted by Eve in Z and X basis instead of preparing state. In a virtual protocol, for those states actually measured in Z basis, Alice hypothetically measures in X basis instead. She can always obtain state |− if there is perfect privacy. Then the phase error rate is defined as the ratio of acquired |+ states [31] , i.e., e p =
Here, we utilize the basis-independent source and Y +,− denotes the yield given that Alice sends |+ and Bob obtains |− .
In order to deal with the finite-key effect and make the security parameter composable, the smooth min-entropy is usually employed [33] . Here, we first exploit the uncertainty relation for smooth entropies [32] to prove the security of simplified BB84. For any ε > 0, let ρ be a tripartite quantum state among Alice, Bob and Eve. Obviously, the basis Z and X are two positive operator-valued measurements on Alice's system. Using the uncertainty relations for smooth entropies [32] , one has smooth min-
where Z A is the raw key acquired by Alice, n z is the size of Z A . X A is the bit string Alice would have obtained if she had measured in the basis X instead. The smooth max-entropy H ε max (X A |B) ρ quantifies the uncertainty that Bob has about X A . Note that the ρ of tripartite quantum state is arbitrary [32] . Inspired by the complementarity argument [31] , we do not require the joint quantum state between Alice and Bob to have correlation in the virtual process, which is different from previous security proof [33] . For X A , Bob always guesses bit value is 1 (corresponding to |− ) in simplified BB84. Therefore, we have H ε
is the Shannon entropy. Then, we utilize the generalized chainrule result of smooth entropies for phase-randomized coherent state and finite-size analysis for the decoy-state method [33] [34] [35] to provide the rigorous finite-key security bounds of decoy-state simplified BB84 QKD against the most general coherent attacks in the universally composable framework.
III. FOUR-INTENSITY DECOY-STATE QKD
Here, we consider a four-intensity decoy-state simplified BB84 QKD protocol. Although the number of intensity is optional, the four-intensity scheme usually shows better performance [26] . The probabilities of choosing basis and intensity are biased. Specially, intensities µ and ν are only prepared in Z basis while intensity ω is sent in X basis.
1. Preparation. Alice randomly chooses an intensity k ∈ {µ, ν, ω, 0} with probability p k and prepares a phaserandomized weak coherent laser pulse with the intensity she has chosen. She randomly modulates qubit states |0 and |1 if the intensity is µ or ν. She always sends qubit |+ if the intensity is ω. N optical pulses are sent to Bob via insecure quantum channel.
2. Measurement. Bob utilizes basis B with probability q b to measure the received pulses. In Z basis, he measures two states |0 and |1 , but in X basis, he only measures state |− . Bob records the effective events. For multiple clicks in passive basis detection, he randomly assigns a basis and a bit value.
3. Reconciliation. Through an authenticated classical channel, Bob publishes his basis choices of effective events while Alice announces the intensity information. They accumulate the data |Z k | = n z k and |X k | = n x k , where the B k (n b k ) is set (number) of Bob choosing B basis when Alice sends k intensity.
4. Parameter estimation. Alice and Bob exploit a size of n z µ +n z ν in set Z µ ∪Z ν to obtain a raw key pair (Z A , Z B ).
They calculate the observed number of vacuum events s zz 0 , the observed number of single-photon events s zz 1 and the observed phase error rate associated with the singlephoton events φ zz 1 in Z A . 5. Key distillation. Alice and Bob employ errorcorrection algorithm to correct errors in their raw key. This step consumes λ EC bit of information. Then they perform an error verification by applying a two-universal hash function to verify if their keys are identical, during which reveals log 2 (2/ε cor ) bits of information. Finally, Alice and Bob implement privacy amplification by adopting a two-universal hash function. The final extracted secret key has a length of l.
The phase-randomized coherent state source can be securely regarded as a mixture of photon-number states. For the vacuum state, Eve cannot acquire any information. For the single-photon state, the leaked information can be bounded by the smooth min-entropy in Eq. (1). Besides, Eve is assumed to have all information of multi-photon states. Conditioned on passing the error-verification step, the length of the final key with ε sec -secret and ε cor -correct in Z A is [33] [34] [35] 
(2) where x and x represent the upper and lower bounds of observed value x. Note that the final secret keys can be securely utilized in any cryptographic task. Our protocol is universally composable guaranteed by two security criteria ε sec -secret and ε cor -correct [33] .
The expected numbers of vacuum events and singlephoton events in Z A satisfy
and
where x * denotes the expected value. Parameter n z * k can be acquired by the variant of Chernoff bound [35] x * =
εsec . Besides, the observed number of error bit associated with the single photon events in X ω is
where the expected value is t xx * 0 = e −ω pω p0 n x * 0 . Given an expected value x * , the corresponding observed value x can be given by the Chernoff bound [35] x = x * + β 2 + 2βx * + β 2 4 and x = x * − √ 2βx * . In order to acquire the phase error rate, we need to calculate the number 
(6) Finally, the phase error rate can be acquired via the random sampling without replacement [35] φ zz
where we have
with A = max{n, k} and G = n+k nk ln n+k 2πnkλ(1−λ)ǫ 2 .
IV. PERFORMANCE
In order to show the performance of the final secret key rate and the maximum secure transmission distance of decoy-state simplified BB84 QKD, we simulate a fiber-based QKD system with the related parameters as listed in Table I . For a given experiment, we can directly obtain the experimental parameters n z k and n x k . In this simulation, we utilize the formulas n z k = N p k Q z 
ins × 10 −αL/10 is the overall efficiency with the fiber length L in B basis selected by Bob. η d and p d are the detector efficiency and dark count rate of single-photon detector, α is the attenuation coefficient of fiber, e b d is the misalignment rate of B basis. η b ins is the extra insert loss of Bob's system in B basis. In order to estimate the parameter λ EC , we assume that λ EC = (n z µ + n z ν )f h 
. We numerically optimize the secret key rate R := l/N with the free parameters {µ, ν, ω, p µ , p ν , p ω , q z }. For a fair comparison, we also simulate the performance of the four-intensity decoy-state QKD with standard BB84 [27] . As shown in Fig. 1 , the solid lines represent simplified BB84 and dashed lines denote standard BB84 in the fourintensity decoy-state QKD. There is a negligible difference of secret key rate between simplified and standard BB84 even in the case of large attenuation. Furthermore, in order to assess the maximum transmission of point-to-point decoy-state QKD, we simulate the secret key rate under coherent attacks using a stateof-the-art system [24] . The related simulation parameters are shown in Table II . The simulation results are shown in Fig. 2 , where we fix the security bounds to ε sec = 10 −10 and ε cor = 10 −15 . The maximal number of pulses will cost one day for a 2.5 GHz system [24] . Here, we use the reported optimal attenuation coefficient α = 0.163 dB/km for the ultralow-loss fiber. The solid and dashed lines denote the simplified and standard BB84 in fourintensity decoy-state QKD, respectively. The secret key rate and secure transmission distance of two protocols have no significant difference in the finite size samples as low as N = 10 8 . The secure transmission distance of our protocol can be pushed up to 472 km, where the secret key rate is 0.25 bps under coherent attacks for the case of one day data accumulation.
V. CONCLUSION
In this paper, inspired by complementarity argument [31] and uncertainty relation for smooth entropies [32] , we develop a rigorous finite-key analysis for decoy-state QKD with simplified BB84 against coherent attacks in the universally composable framework. In order to show the advantage of our protocol, we compare the performance of it with standard BB84. The simulation results show that the performance of two protocols are almost the same even in the finite size samples. For an acquisition time of one day, the secret key rate is 0.25 bps over 472 km fiber at 2.5 GHz system, which still has practical utility. Moreover, compared with the standard BB84 protocol, an extra advantage is that the requirement of efficiency balance in X basis is removed directly because only one state needs to be detected. The insert loss of X basis can be decreased (circulator not needed) compared with standard BB84 if using Faraday-Michelson interferometer. Therefore, the decoy-state simplified BB84 QKD is more practical and should be a preference scheme in photonic integrated and high-frequency clock system. It will be interesting to combine our results with the measurementdevice-independent [36] , high-dimensional encoding [37] and reference-frame-independent scheme [38] to reduce experiment requirements.
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