The government environment is changing rapidly in areas as diverse as homeland security and social services. Given the equally rapid changes in the information technology marketplace, the successful adoption of these new technologies by governments will depend on how well the strengths of proprietary software and OSS are understood and applied-especially with respect to the use of open standards to speed deployments of integrated capabilities that respond to emerging challenges. This paper evaluates the relative strengths of proprietary software and OSS as development techniques that embrace the open standards valued by governments.
Among the most noteworthy topics surrounding the recent widespread adoption of open-source software (OSS) 1 
Interoperability
Governments consume, manage, and produce massive amounts of information, which in turn delivers the greatest value when it is readily accessible to citizens, businesses, and government counterparts.
As IT continues to evolve into ever more complex and globally interconnected networks, governments are under constant pressure to provide efficient and reliable services-including those supporting military operations, trade and travel security, social services delivery, and a range of citizen services. Increasingly, these services cross departmental and even national boundaries. Thus, interoperability is needed vertically and horizontally, within and across all organizational and administrative boundaries. The most challenging areas of system interoperability are found in software. Open standards form the essential framework needed to position government agencies to overcome these challenges. Moreover, the interoperability delivered by open standards is independent of whether OSS or proprietary software is used to implement these standards.
A good example that highlights the importance of interoperability involves e-government services, which have gained momentum in recent years. In using e-government services, citizens and enterprises must be allowed to seamlessly exchange information electronically both within and beyond local boundaries. The Belgian Federal Government launched a Web-based e-procurement system to replace its paper-based public acquisitions procedures. The Joint Electronic Public Procurement project creates a ''network of portals'' for a whole-ofgovernment electronic-tendering process. The Australian Taxation Office created the Australian Business Register, a company registry interoperating with all federal, state, and local agencies that serve and regulate the business community, making it easier, faster, and less costly for business to deal with government.
By 2005, the UK government expects all its departments to offer their services electronically. They launched a project-Government Gateway-that helps central and local governments and devolved administrations get services online faster.
Although each of the preceding government actions is quite different, the common goal is to merge and evolve organizations that are able to provide efficient, flexible, electronic services equal to those provided by private enterprises. Open standards directly support the ability of governments to achieve these results quickly and at minimal cost, results that are certainly valued by governments. For example, the Department of Technology for the Government of Punjab in India has a policy which assures that acquisitions have required flexibility, a policy that is aligned with their strategic direction through the use of open standards. 13 In September The goal of this section is to review the distinguishing features of the development techniques for proprietary software and OSS that would allow informed decisions to be made about the best type of software for a government deployment. First, the respective development philosophies will be discussed briefly. Next, the development techniques of proprietary software and OSS will be outlined according to the typical sequence of the software development process: design, programming, and testing and maintenance. A comparison of the two techniques will then be provided.
Philosophies of proprietary software and OSS
To understand the differences between the development techniques for proprietary software and OSS, one must first understand the philosophies on which these approaches are based. 
Commercial players in the OSS arena rarely see the software itself as the key to achieving business results. Rather they consider the services, integration, and product sales that accompany the OSS as their business. Indeed, some open-source authors derive significant income from the sale of services related to their free handiwork. The paramount objective here is not to achieve profit for vendors, but to build offerings on a base of high-quality software that is available and beneficial to all users.
Although the philosophies of proprietary software and OSS differ, this is not to say that one philosophy is better than the other. Proprietary software has been and remains the essential means of advancing software technology on the leading edge of innovation. Its ability to attract investment and produce profit from software licenses generates economic growth and creates lucrative employment opportunities. 21 Indeed, proprietary software and OSS have distinguishing development techniques throughout the software development process, a process which typically consists of at least the steps of design, programming, and testing and maintenance. We will now take a closer look at how each of these development techniques carries out these steps, with the goal of highlighting the characteristics of each technique that determine its respective suitability for government environments.
Design
Proprietary software is designed with a focus on integration. 23 The intention is that customers will select proprietary software because a variety of capabilities are bundled into each product, and multiple compatible products are then bundled into suites. The components of proprietary software are very tightly coupled. For example, a customer who purchases a server-based piece of software from a vendor will likely also purchase client-based tools from the same vendor. Next, the customer may purchase a subscription, upgrades, and related offerings. Each component purchased is typically characteristic of a specific vendor and only operates with other components that are built and supplied by that particular vendor. In addition to providing extended function, integration is used to produce products with better performance. downside, however, is that documentation is typically scarce, outdated, or nonexistent. 28 Because developers are not obligated to write documentation, which is often a tedious process, they tend to code solutions without producing adequate documentation.
In contrast, proprietary software is usually programmed by designated teams of developers who follow specific schedules. These schedules are controlled by management and influenced by market pressures. 26 Duplicate efforts are avoided or discouraged to minimize inefficient use of resources. Moreover, there is little pressure to constantly migrate to the newest programming languages and development environments, a very common occurrence in OSS development. Projects usually satisfy many specific requirements that can be time-consuming to refine and program. Thus, proprietary software is often implemented in longer cycles than OSS. Also, documentation is typically extensive due to customer requirements.
Testing and maintenance
The testing technique used in proprietary software development usually involves both internal and beta testing, 23 which together improve the quality of the software by discovering bugs that can be fixed before the software is released to the public. Although problems are detected and fixed by this method, the software configurations tested are limited to the environments chosen by the testers. Therefore, the fixes incorporated may not always be optimal for all environments. In the case of environments not tested, users must often wait until a vendor releases a new version to obtain necessary fixes. Then too, bugs may never be discovered and fixed because the source is not public. However, proprietary software vendors are often reliable in helping users with maintenance and support.
Unlike proprietary software, OSS is made available to the public on such a frequent basis that & It is important to recognize that neither proprietary software nor OSS is a panacea & developers and users can test the software well before a final release. This often creates many more opportunities to eliminate bugs and incorporate improvements than is the case for proprietary software. In addition, software can be tested immediately in real environments with a wide variety of configurations. Users are not forced to wait for a new release because they have the option to fix the software themselves. A user who fixes a problem can then submit a patch 29 to the developers. This encourages extensive collaboration to fix bugs the best way possible. In contrast, though, finding a reliable source of maintenance and support may at times be a challenging proposition, because the developers who contribute to OSS are typically scattered all over the world. Users must also be careful in implementing methodologies for upgrading their environments to avoid being overwhelmed by the high frequency of OSS software releases.
Because of these differences between the techniques of proprietary software and OSS, many studies captured in a popular paper by David Wheeler suggest that OSS is more secure than proprietary software. 30 It is also important to understand how many open standards have emerged from OSS, facilitated by the development technique and philosophy of OSS, because of the key factors of trust, competition, and user demand. These factors are, in turn, undoubtedly linked to the needs of customers and the abilities of producers. As the IT marketplace continues to evolve, these powerful factors, coupled with the superior development technique of OSS, will not only enable governmental environments to efficiently serve citizens and enterprises, but will also help drive the IT industry in directions which do not rely solely on proprietary vendors.
