ABSTRACT In this paper, we investigate the secrecy outage performance of spectrum sharing multiple-input multiple-output networks using generalized transmit antenna selection with maximal ratio combining over Nakagami-m channels. In particular, the outdated channel state information is considered at the process of antenna selection due to feedback delay. Considering a practical passive eavesdropper scenario, we derive the exact and asymptotic closed-form expressions of secrecy outage probability, which enable us to evaluate the secrecy performance with high efficiency and present a new design insight into the impact of key parameters on the secrecy performance. In addition, the analytical results demonstrate that the achievable secrecy diversity order is only determined by the parameters of the secondary network, while other parameters related to primary or eavesdropper's channels have a significantly impact on the secrecy coding gain.
I. INTRODUCTION
Recently, the quick proliferation of wireless multimedia applications has aggravated the problem of radio spectrum scarcity due to the fixed policy of spectrum segmentation and spectrum management [1] . However, a recent survey of spectrum efficiency indicates that the actual allocated spectrum is largely underutilized in different dimensions, e.g., temporal and geographic dimensions. In order to address the contradiction between the spectrum scarcity and the spectrum inefficiency, cognitive radio techniques have been designed to promote the utilization of the spectrum. In cognitive radio networks, the secondary user (SU) is allowed to access the licensed spectrum through three different schemes, i.e., interweave, underlay and overlay. Due to the low complexity of implementation, underlay scheme has been deeply investigated in many published works. 1 The key idea of the underlay scheme lies in controlling the transmit power of SU to ensure the quality of service of primary users (See [2] and references therein).
Different from traditional wireless networks, the transmission environments of cognitive radio networks are more complex and uncertain, which make the security of transmission to become more serious. While the conventional cryptographic schemes, such as Advanced Encryption Standard (AES) and Data Encryption Standard (DES), can be directly applied to solve the security issues of cognitive radio networks. However, the conventional upper-layer cryptographic schemes based on complex mathematical manipulations are confronted with enormous challenges since the computational ability of the wiretap nodes has become more and more powerful [3] . Motivated by this observation, from the information-theoretic point of perspective, physical layer security has been introduced to strengthen secure transmission, the key of which is to differentiate the channel characteristics between the main link and the eavesdropper's link [4] - [6] .
Since then, the physical-layer security of cognitive radio networks has become a prominent frontier in wireless communications (see [7] - [12] and references therein). Specifically, in [13] , the authors investigated the secrecy outage probability and the probability of nonzero secrecy capacity of underlay cognitive radio networks in Nakagami-m channels, respectively. Later, in [14] and [15] , the system model in [13] was extended to multi-antenna spectrum sharing systems, in which a simple receiving combining scheme, i.e., selection combining (SC), was investigated in Rayleigh and Nakagami-m fading channels, respectively. In [16] , the authors derived the closed-form expression of secrecy outage probability of single-input multiple-output (SIMO) underlay cognitive wiretap networks with generalized selection combining over Nakagami-m channels. Furthermore, transmit antenna selection (TAS)/maximal ratio combining (MRC) was investigated in multiple-input multiple-output (MIMO) cognitive radio networks [17] , [18] , and the exact and asymptotic closed-form expressions of secrecy outage probability were derived over Rayleigh fading channels [19] .
In the aforementioned works, the key limitation lies in the fact that they all assume perfect channel state information (CSI) of the main channel at the transmitter. Different from those works, in this paper, we consider a spectrum sharing MIMO network using generalized TAS/MRC scheme over Nakagami-m channels, in which the impact of outdated CSI and key system parameters on the secrecy outage performance is analyzed in detail. Notably, with respect to the motivations of adopting generalized TAS scheme, the reader is kindly referred to [20] . In addition, compared with [20] and [21] , where a traditional MIMO wireless network is investigated, we detailly analyze the secrecy performance of spectrum sharing MIMO networks taking into account the primary receiver in this paper. The main contributions of our paper are summarized as follows:
• To accurately assess the joint impact of antenna configuration, outdated CSI and channel fading severity on the secrecy outage performance, we first derive a novel exact closed-form expression of the secrecy outage probability of spectrum sharing MIMO networks with generalized TAS/MRC scheme, which enables us to avoid the time-consuming Monte Carlo simulations.
• To characterize the secrecy diversity order and coding gain achieved by generalized TAS/MRC scheme, we focus on the asymptotic analysis in the high signalto-noise ratio (SNR) regime. Relying on the derived asymptotic results, we find that the outdated CSI and the parameters of secondary network have a great impact on the secrecy diversity order, which is independent of the parameters associated with primary link and eavesdropper's link. Notations: We use bold lower case letters to denote vectors and lower case letters to denote scalers, respectively. The probability function (PDF) and the cumulative distribution function (CDF) of a random variable (RV) X are denoted as f X (·) and F X (·), respectively. (·) and (·, ·) are the 
II. SYSTEM MODEL
We consider a spectrum sharing MIMO wiretap network, which consists of a primary receiver (PR), a secondary transmitter (Alice), a secondary receiver (Bob), and an eavesdropper (Eve), as shown in Fig. 1 . All nodes in the network are equipped with multiple antennas, e.g., PR equipped with N R antennas, Alice equipped with N A antennas, Bob equipped with N B antennas, and Eve equipped with N E antennas. In this paper, we consider a passive eavesdropper scenario, i.e., the eavesdropper's channel information is not known to Alice. Without loss of generality, all channels are assumed to be quasi-static fading channel with independent non-identical distributed block Nakagami-m fading with integer values of m, which is an important channel model that can more accurately capture the physical channel feature than Rayleigh and Rician models.
Let h iB ∈ C N B ×1 , h iE ∈ C N E ×1 , and h iR ∈ C N R ×1 be the channel vectors between the i-th transmit antenna at Alice and Bob, the i-th transmit antenna at Alice and Eve, and the i-th transmit antenna at Alice and PR, and the channel gains of entry therein follow Gamma distribution with channel fading severities m B , m E , and m R , and average powers B , E , and R , respectively. Hence, the PDF and CDF of Gamma-distributed random variable (RV) X with parameters m i and i are given by
and
In order to reduce the feedback overhead and implementation complexity, in this paper, we investigate a generalized TAS scheme at Alice. When the k-th best transmit antenna at Alice is selected to send confidential message and to guarantee the quality of service requirement of PR, the VOLUME 4, 2016 transmit power at Alice is limited to
where h kR is the interference channel vector between the selected antenna k at Alice and PR, P S is the maximal transmit power constraint at Alice, and Q is the interference temperature constraint at PR. Notably, similar to [23] , we assume that Alice has perfect CSI of the interference link. 2 As described above, we consider a passive eavesdropper scenario in this paper. Owing to Alice being unknown the eavesdropper's channel, we only take account of the secondary channel to select the transmit antenna k at Alice, i.e.,
where k th arg max (·) denotes the function to select the k-th best antenna. Noteworthy, due to the feedback delay and time-varying channel, the generalized TAS may exceed the coherent time of wireless channel, which means that the k-th best antenna index received by Alice is not the corresponding index at the transmit moment. Under this condition, the k-th best antenna is selected based on the outdated CSI of secondary link, h iB , which can be modeled as follows:
where ρ denotes the correlation coefficient and e ∼ CN 0, I N B . Based on the Clarke's fading spectrum, we have ρ = J 0 (2π f τ ), where f is the Doppler frequency, τ is the time delay, and J 0 (·) is the zeroth-order Bessel function of the first kind [22, eq. (8.411) ]. By employing MRC scheme at receiver, the end-to-end instantaneous SNRs of the secondary link and the eavesdropper's link are respectively given by
where h kE denotes the eavesdropper's channel vector between the selected transmit antenna at Alice and Eve, and σ 2 is the variance of noise at receivers. Now, according to [24] , the achievable secrecy rate of spectrum sharing MIMO wiretap channels with generalized TAS/MRC scheme is given by
where C B = log 2 (1 + γ B ) and C E = log 2 (1 + γ E ) represent the achievable instantaneous rates at Bob and Eve, respectively.
III. SECRECY PERFORMANCE
In this section, we present a detailed investigation on the secrecy outage performance of spectrum sharing MIMO wiretap channels with generalized TAS/MRC scheme.
A. PRELIMINARIES
Before delving into the details, we first present a set of statistical properties of Z B = h kB 2 , Z E = h kE 2 and Z R = h kR 2 , which will be frequently invoked in the subsequent derivation.
Lemma 1: The exact PDF of Z B is given by
where
n q , and
with n 0 = N A + n − k and n N B m B = 0. Proof: The proof can be found in [20] . Lemma 2: The exact PDFs of Z E and Z R are given by
Proof: Since the antenna selection is independent of the eavesdropper's link and the primary link, the k-th best antenna for Bob corresponds to a random transmit antenna for PR and Eve, respectively. Hence, by performing some simple mathematical manipulations, the desired results can be easily obtained from (1) and (2).
B. EXACT SECRECY OUTAGE PROBABILITY ANALYSIS
The secrecy outage probability is defined as the probability that the secrecy capacity falls below a predefined rate R S .
That is
Now, in the following, we present a detailed analysis of the two summations in (13).
1) THE DERIVATION OF P 1
By jointly taking into account (3), (8) and (13), P 1 can be expanded as
where η = 2 R S and ϑ = P t σ 2 . Then, by substituting the PDFs of Z B , Z E and Z R into (14) and performing some mathematical manipulations, the exact closed-form expression of P 1 is derived as (15) , as shown at the top of this page, with the help of [22, eq. (3.351. 3)], where
2) THE DERIVATION OF P 2
Similarly, by jointly taking into account (3), (8) and (13), P 2 can be expanded as
where β = Q σ 2 , and H (z) is given by
Now, utilizing (9), (11) (20) , as shown at the bottom of this page. Finally, the exact closed-form expression of secrecy outage probability for spectrum sharing MIMO channels with generalized TAS/MRC scheme can be achieved by substituting (15) and (20) into (13) .
Remark 1: It is worth highlighting that the derived secrecy outage probability is quite general and is valid for arbitrary number of antennas at different nodes, different interference temperature constraints, and different channel fading severity parameters. Moreover, the expression only involves standard functions, which allows for fast evaluation in popular software such as MATLAB, thereby providing an efficient means
to assess the impact of various key system parameters on the secrecy outage performance of spectrum sharing MIMO wiretap channels.
Remark 2: Compared with the existing results in [16] , [19] , [20] , [25] , and [26] , our derived results are more general. For example, when ρ = 1, k = N A , N R = 1, and Rayleigh fading (m B = m E = m R = 1), the secrecy outage probability becomes to the result derived in [19] . In addition, when ρ = 1, k = N A , and Q → ∞, the derived secrecy outage probability reduces to [25, eq. (25) ]. These observations demonstrate the validation of our analysis and the generality of out results.
C. ASYMPTOTIC SECRECY OUTAGE PROBABILITY ANALYSIS
Although the closed-form expression of secrecy outage probability provides an efficient means to evaluate the secrecy outage of the considered system at arbitrary SNRs, the expression is too complex to yield any design insight. Motivated by this, we hereafter pursue an asymptotic analysis of the secrecy outage probability.
Similar to [19] , we investigate the asymptotic secrecy outage probability of the considered system under B → ∞. Specifically, to evaluate the effect of outdated CSI, we take our attention to two cases, i.e., Case 1: no feedback delay (ρ = 1) and Case 2: feedback delay (ρ = 1).
Corollary 1: When B → ∞, the asymptotic secrecy outage probability is given by
From Corollary 1, we find that the CSI of secondary transmission link has a significantly impact on the achievable secrecy diversity order. When the secondary transmission link is perfect at Alice, the full secrecy diversity order km B N B can be obtained. However, when the secondary transmission link is imperfect at Alice, the secrecy diversity order of the considered system reduces to m B N B , indicating that the transmit antenna diversity disappears under this condition. In addition, the parameters relating to primary link and eavesdropper's link, e.g., channel fading severities m R and m E , and antenna numbers N R and N E , have no impact on the achievable diversity order.
IV. NUMERICAL RESULTS
Numerical results are presented to evaluate the impacts of the number of antennas, the channel fading severity, and the maximal transmit power constraint and the interference temperature constraint on the secrecy outage performance. Throughout the simulations, the variance of noise is set to unity. From these figures, we find that our derivation results are in exact agreement with the Monte Carlo simulation results and the asymptotic curves match very well with the exact curves in the high SNR regime, which corroborates the accuracy of our derivation. 2 shows the secrecy outage probability of spectrum sharing MIMO wiretap channels under different interference temperature constraints Q. As shown in the figure, we find that increasing N E has a negative impact on the secrecy outage probability on account of the fact that the more antennas at Eve, the higher powerful eavesdropping. In addition, increasing Q and N A can improve the secrecy outage probability. However, when Q increases to a certain value, the secrecy outage probability approaches to a constant. This is because the transmit power at Alice depends both on P t and Q as indicated in (3), that is when Q → ∞, the maximal transmit power constraint becomes the dominant factor. Fig. 3 examines the impact of outdated CSI, i.e., correlation coefficient ρ, on the secrecy outage probability of the 4062 VOLUME 4, 2016 FIGURE 3. The secrecy outage probability versus B for P t = 3dB,
, and R S = 1bit/s/Hz. considered system. As can be expected, for the same k, the secrecy outage probability improves with increasing ρ due to the fact the higher ρ means more precise CSI of secondary transmission link at Alice to select the antenna. In addition, we also confirm that the achievable secrecy diversity order is reduced when the CSI of secondary transmission link is imperfect. For example, the asymptotes with ρ = 1 and k = 2 have the same slope as the asymptote with ρ = 1 and k = 1. 
Figs. 4 and 5 present the impact of different parameters concerned with primary link and eavesdropper's link on the secrecy outage probability of the considered system, respectively. From these two figures, we can see that the secrecy diversity gain is independent of the parameters concerned with primary link and eavesdropper's link, as shown by the parallel slopes of the asymptotes. Interestingly, we find that the secrecy outage performance of the system with good-quality eavesdropper's link (i.e., large m E ) outperforms that of the system with bad-quality eavesdropper's link. Since the larger m E implies that the eavesdropper's link becomes increasingly deterministic, the secrecy outage probability FIGURE 5. The secrecy outage probability versus B for P t = 3dB,
indicates that the random channel variation of the eavesdropper's link degrades the secrecy outage performance of the system. FIGURE 6. The secrecy outage probability versus ρ for P t = 3dB, Q = 3dB,
and R S = 0.1bit/s/Hz. Fig. 6 depicts the secrecy outage probability versus feedback delay ρ for different antenna selection parameter k. As expected, increasing k can significantly improve the secrecy outage performance of the system, this is because increasing k leads to a higher secrecy diversity order or coding gain. In addition, we notice that when k = 1, i.e., selecting the worst antenna, the secrecy outage performance increases with increasing ρ. This is due to the fact the more unprecise CSI of secondary transmission links at Alice may lead to other transmit antennas being selected at Alice.
V. CONCLUSIONS
We have investigated the generalized TAS/MRC scheme in spectrum sharing MIMO wiretap networks with outdated CSI of secondary transmission link. The aim of this paper is to evaluate the impact of generalized TAS/MAC and outdated channel on the secrecy outage probability of the considered VOLUME 4, 2016 system. In doing so, we have derived new closed-form expressions of the exact and the asymptotic secrecy outage probability of the system, which are valid for arbitrary antenna numbers, channel fading severity, the interference temperature constraint and the maximal transmit power constraint. Our results demonstrate that the outdated CSI of secondary transmission link produced a significant impact on the achievable secrecy diversity order of the considered system.
APPENDIX PROOF OF COROLLARY 1
When the CSI of secondary transmission link is perfect and B → ∞, the PDF of Z B is approximated as
Then, substituting (24) into (14) and (17), respectively, the asymptotic expressions for P 1 and P 2 are derived with the help of [22, eq. (3.351.3) ]. Now, according to (13) , the asymptotic secrecy outage probability for ρ = 1 can be obtained after some mathematical manipulations. On the other hand, when the CSI of secondary transmission link is imperfect and B → ∞, we have
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