We present an experimental implementation of the inexpensive microwave security sensor that can detect both static and slowly moving objects in cluttered environment. The prototype consists of a frequency-modulated continuous wave radar sensor, control board or computer and software. The prototype was tested in a cluttered indoor environment. In case of intrusion or change of environment the sensor will give an alarm, determine the location of new object, change in its location and can detect a slowly moving target. To make a low-cost unit we use commercially available automotive radar and own signal processing techniques for object detection and tracking. The intruder detection is based on a comparison between current 'image' in memory and 'no-intrusion' reference image. The main challenge is to develop a reliable technique for detection of a relatively low-magnitude object signals hidden in multipath clutter echo signals. Various experimental measurements and computations have shown the feasibility and performance of the system.
is dependent on a frequency sweep bandwidth and number of samples however there are many methods to improve the range accuracy by interpolation.
The one of the major problems in radar sensing is to detect an object in a clutter environment. In various environments clutter echo signals are generated from different multiple sources and can exceed the object reflection signal levels, making the object detection very difficult. In order to address this problem, many different clutter rejection
algorithms have been created and tested by various researchers, for example in [7] and [8] .
The one-channel FMCW radar unit has its control unit and single antenna, and typically operates in a continuous mode. Any change in the environment of secured area modifies the data of radar output. The intruder detection principle is based on finding of changes between two snapshots: a stored 'no-intrusion' reference (background) snapshot and a current measured one. Using the difference, we can detect a newly appeared object and find its other parameters [9] . If we work with binary signals, the binary distance becomes a measure of difference between signals. There are many algorithms to find the distance as in [10] . (Table  2) . For further calculations we select the  element where the  is maximum that is 39.3 dB at 426th index). As seen above, the feature of our method is to create a list of the first  of  maximums, and then find the target using the  maximum value.
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The distance to different objects in FMCW radar measurements is traditionally extracted using a In order to display all required information, a new plot layout template was created to combine the plots (Fig. 5) . The plot displays an object detection and localization analysis. Let us consider the second mode of operationalarm mode. For digitizing the radar signals we use the cubic spline approximation in whole sample. The hash bits are set to 0 or 1 depending on whether each of the FFT magnitude values is above or below the approximation value (Fig. 6) . The result will not vary as long as the overall structure of the radar data remains the same.
In Fig. 7, plot ( averaging or approximation to find the hash bits.
After constructing the hash e.g. 512-bit integer, the binary view of hashes for all 3 snapshots is shown in Fig. 7d (the white bit is 0, the black bit is 1). The heatmap function of R stats package was used for the visualization of a 'binary' signal output.
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