ABSTRACT
INTRODUCTION
The GAD Project The communication architecture and some requirements were presented at the CIRED Seminar 2008 [2] . Since this event, the effort of this work group has been focused on the design of the communication system to support DMS and future services. One of the goals of the Design stage is to simulate this system, by checking if the proposed technologies fulfil the defined requirements. The simulation results could show some limitations of the selected technologies. The paper is organized as follows: the second section shows a Smart Grid overview. The following section compares IPv6 protocol with IPv4 one. Design rules are discussed in the fourth section. The experience achieved in the GAD Project is used as example in the fifth section. The conclusions section shows the next milestones in the GAD Project.
SMART GRIDS OVERVIEW
During the last years, new services have been introduced in electrical networks to respond to new society needs. To support all these services a transformation of the power delivery infrastructure is needed. The international electrical community is working on this transformation of the current electrical networks in an intelligent grid, called Smart Grid [3] . Smart Grids will satisfy requirements of the existing and future services due to the following qualities: -Allow interactive communication between operators and consumers.
-Balance energy generation and electrical demand.
-Improve power quality and grid security. layer for all kind of technologies deployed in DN.
Figure 1: Network protocol should be common in Smart Grids
The network layer fulfils these two functions. Therefore the main requirements that must be fulfilled by the chosen protocol are: The experience and studies that have been performed [2] [7] recommend the use of IP protocol stack in the common network layer of Smart Grids. This protocol is widely used in data networks and the most of the network technologies have defined a convergence layer for it. There are two versions of this popular protocol, IPv4 and IPv6. The main differences between them are: -IPv6 address field is longer than IPv4 one. The number of devices connected to a network can be higher. -IPv6 header incorporates two fields to manage QoS:
Traffic classes (establishes packet priority) and Flow label (for real time requirements). Original IPv4 didn't have any kind of QoS, so it was necessary to define new protocols in TCP/IP Stack for this purpose. -IPv6 must incorporate IPSec as security mechanism.
IPv4 didn't specify any kind of security, so that it was necessary to define IPSec Protocol. -IPv6 eases the use of P&P device. -IPv6 allows anycast and multicast communications.
IPv4 needs IGMP to manage these communications. The second solution allows for a rapid deployment of a communication network. If the available network technologies support IPv6 protocol, they will deploy an IPv6 network. Otherwise, they will deploy an IPv4 network. It will be necessary to do a translation of those network boundaries.
Figure 3: Example of mixed network
It is recommendable to reduce the number of boundaries in the communication network, which increase the network latency. These boundaries will define the need of network tunnels for transparent communication of Smart Grid services. For example, Advanced Metering Service (AMS) could use a DLMS protocol stack. Until now, the protocol has not defined a convergence layer for IPv6, so the DLMS packets will be wrapped first in an IPv6 network. The disadvantage of this solution is the need to use these obsolete technologies. IPv4 protocol doesn't fulfil with Smart Grid requirements and additionally it cannot support features required by the new services. Finally, it is very common to encounter problems on IPv4-IPv6 translation [7] . Due to these limitations, and because of the convergence of the old network technologies with the published protocols, the operator will change from the mixed network to the single IPv6 network in the future. But this change is not easy and makes necessary a careful planning of the future transition procedure [8] . using the chosen network protocol. For example, when using an IP protocol it is important to assign the addresses: assigned addresses can create several subnetworks along the grid, easing future network growths (scalable network).
DESIGN RULES
At this point, the communication network has been designed. If the choice were an old network protocol (IPv4) or a mixed network solution (IPv4/IPv6), the designers would plan the network update, thinking in the Smart Grid goal, to a modern solution. 
GAD PROJECT EXPERIENCE.

CONCLUSIONS
This paper summarizes the work done by the GAD Project during the last two years, showing the followed network design rules and the main decisions taken to develop a communication system over distribution networks. Distribution operators need modern services to manage and control their electrical grids, the DER and the demand response dependent on power generation. These services need a reliable communication network to satisfy the operator requirements. This context is an excellent opportunity to bring Smart Grid concept closer to the DN. The communication engineers should have to bear this idea in mind in the design procedure. IPv6 protocol seems to be the best network technology to support these services. This protocol also allows using Prague, 8- 
