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Virtually the entire globe will have their eyes fixed on the clock as the seconds tick towards midnight on 31 
December 1999. While most will be looking for the signal to celebrate the start of the new century, many will 
also be waiting to see just what the ‘Year 2000 problem (Y2K)‘, the so-called millennium bug, has in store. 
J 
ust how seriously the millenni- 
um bug bites remains a major 
point of conjecture. While 
some pundits have established 
well stocked bunkers in remote ar- 
eas of the globe, other analysts are 
predicting minimal disruption. 
What is not in doubt, however, is 
that whether widespread prob- 
lems occur or not, the Y2K prob- 
lem has had a profound impact on 
business in the past few years. 
Indeed, Ray Bender from re- 
search analysts Gartner Group 
(Stamford, CT, USA), says that Y2K 
preparations will rival World War II 
as the costliest single endeavour of 
this century.The cost estimates re- 
ange from US$300 to $600 billion 
in the USA alone, while the global 
bill is expected to be between $1 
and $3 trillion, according to the 
company’s research. 
The point of all this investment, 
as SEMI/SEMATECH’s Rick Scott 
points out [l], is that not being 
ready for year 2000 could cost 
even more. Simple logic says that 
this must be the case, or else there 
would have been no need to spend 
so much money to get ready. 
The problem 
The Y2K problem is, of course, a 
legacy of the early days of the com- 
puter industry when data storage 
was at a premium. One method of 
saving space was to use two digits, 
rather than four, to indicate a year. 
While most of the problems associ- 
ated with this decision relate to the 
calendar ticking over to the year 
2000, there are other dates that are 
problematic as well. 
In general the semiconductor 
industry seems quite well 
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prepared; the Gartner Group iden- 
tifies it as one of ten industries to 
have made significant progress to- 
wards compliance. 
There is also good evidence, 
ranging from casual conversations 
to postings on Internet sites, that 
the compound semiconductor in- 
dustry has taken the problem seri- 
ously. The industry’s investment, in 
terms of both time and money, in 
preparing for Y2K compliance is 
well illustrated by looking at the in- 
dividual activities of one company 
in the sector, metal organic chemi- 
cal vapour deposition (MOCVD) 
equipment maker,AIXTRON AG. 
Getting ready 
AIXTRON established a taskforce 
to coordinate its Y2K activities in 
August 1998. Consisting of be- 
tween three to nine members, de- 
pending on the activities being 
undertaken at any one time, the 
team has been meeting weekly 
since December 1998. For three of 
these people,Y2K work has taken 
up a major share of their working 
hours since the taskforce began. 
The company’s has divided its 
Y2K activities into two main 
groupings - products and infra- 
structure. These main groups have 
been further subdivided into 
groupings that cover: customer ser- 
vice; the in-house computer net- 
work (IAN); office administration; 
logistics; utilities (including tele- 
phone, fax, photocopiers, gas, and 
water); data processing; and build- 
ing services. 
As with many firms, the Y2K 
challenges facing AIXTRON’s 
products are one step removed 
from its core product. As Bernd 
Gronostay, senior manager of pro- 
duction assembly and a key mem- 
ber of the in-house taskforce 
explains, all AIXTRON’s products 
are safe to use and none are likely 
to cause personal injury or physi- 
cal property damage of any kind, ir- 
respective of whether they are 
Y2K compliant or not. Where po- 
tential problems lie, however, is 
with various data processing type 
functions that are based on the sys- 
tem’s processing. 
Gronostay says AIXTRON’s Y2K 
programme has taken in the com- 
pany’s full range of stakeholders 
(Figure l), including employees, 
customers and suppliersAl suppli- 
ers have been asked to provide a 
statement guaranteeing that all the 
products its supplies are Y2K com- 
pliant. Where this has not been 
possible, the company has changed 
the product. 
In terms of the important role 
of informing customers, the com- 
pany has notified each of its cus- 
tomers individually about any Y2K 
issues that it might face in regards 
to AIXTRON equipment. This is 
based on a classification that the 
company has undertaken of all of 
its products and assemblies that 
ratesY2K compliance on a scale of 
1 (not compliant) to 5 (fully com- 
pliant). Staff training has played an 
important role in AIXTRON’s Y2K 
preparation, with all customer ser- 
vice, product development and 
technology transfer employees re- 
ceiving instruction on its possible 
implications to products and 
clients.The company has also post- 
ed a ‘Y2K readiness disclosure’ on 
its web site, which provides con- 
tact details for people wanting fur- 
ther information. 
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Figure 7. Y2K communication needs and requirements include all of a company’s stakeholders. 
In terms of the potential impact 
of the millennium bug on its inter- 
nal infrastructure, AIXTRON’s test- 
ing has dealt with any problems by 
either upgrading or replacing 
equipment and software. Such ac- 
tivities have included upgrading 
existing word processing and net- 
work software packages to Y2K 
compliant versions, revamping the 
telephone system and developing 
a software ‘patch’ for the building’s 
alarm system. 
Gronostay says the company’s 
Y2K programme is now about 90% 
completed. All of the in-house test- 
ing has been fmished, as has the li- 
aison programme with suppliers, 
with the only remaining element 
of the programme being the on-go- 
ing need to deal with customer en- 
quiries. And while the New Year 
will bring the completion of the 
vast majority ofAIXTRON’sY2K ac- 
tivities, the company will maintain 
the taskforce, albeit at a much low- 
er level of activity, to deal with the 
other dates emanating from the 
millenium bug problem. 
Y2K’s legacy 
The efforts of AIXTRON, and many 
more companies besides, means 
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that the Y2K problem will leave a 
significant legacy, whether or not 
it causes widespread disruption. 
For regardless of any difficulties 
that might occur, at or soon after, 
midnight on 1 January, the Y2K 
problem has highlighted a num- 
ber of issues, including several as- 
pects of good management 
practice. 
Among the issues that it has 
raised is the culture of dependen- 
cy on information systems that 
has arisen in the last few decades 
- a trend, of course, that the com- 
pound semiconductor industry 
has both contributed to and bene- 
fited from.As AIXTRON illustrates, 
many organizations have taken 
the opportunity that the Y2K 
problem has presented to revamp 
their information systems, buying 
new computer systems and new 
or upgraded software systems. But 
as Peter Watson, European prod- 
uct manager for Compuware, 
points out [2] where there is soft- 
ware there will always be bugs, be 
they the millennium type or one 
of the myriad of other breeds. 
Watson says even with extensive 
pre-release testing of software, 
some bugs will still be there in the 
production version. “You always 
get bugs in production,” he com- 
ments. “Some will never be found 
because they depend on such a 
weird combination of circum- 
stances.” 
Watson says that when you start 
altering code you have to be pre- 
pared for 7% of the changes to 
cause new difficulties. This is a 
problem that can strike not only 
earnestly undertaken Y2K endeav- 
ours, but any other involvement 
with software. 
Another issue that the Y2K 
problem has highlighted is the im- 
portance of contingency planning. 
The need to have a contingency 
plan in place in case disaster 
strikes is vitally important whether 
that disaster is the Y2K problem or 
age old concerns such as ‘fire, 
plague and famine’. Indeed, the fi- 
nancial services firm, Price- 
waterhousecoopers has estimated 
that 90% of firms suffering a total 
systems collapse without a contin- 
gency plan went out of business 
within 18 months. 
Relating to such planning, one 
very real concern relating to the 
Y2K problem is the matter of legal 
actions that may arise if trouble 
does strike. While several govern- 
ments have taken steps to mini- 
mize potential legal actions, the 
situation remains, at best, unclear. 
Certainly, the best approach in 
such circumstances is to have act- 
ed proactively to identify and mini- 
mize such problems. With many 
firms in the compound semicon- 
ductor industry having put such 
plans into practice, it is to be 
hoped that the millennium bug 
will turn out to be beneficial rather 
than destructive. 
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