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“Houston, WE have a problem!”
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A call to stop admiring the problem
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Cyber and the impact on safety and mission assurance
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Cyberspace is a “contested” domain where bad events violate safety 
protocols in the aviation eco-system that rely upon it. 
SAE INTERNATIONAL
Cyber impacts every electro-component in the aviation 
eco-system
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There is a disturbance in the force!
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Identifying a plan to instil cyber resilency into the aviation eco-
system
Risk management starts with security by design or at “Phase Zero” and 
continues throughout the system lifecycle.
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Where you can find me
None of us is as strong as all of us! Let’s solve these issues together!
Thank you
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