This study is an empirical study of cyberbullying, which has recently surfaced as a social problem. This study analyzes the influence of Internet usage behavior (usage duration and purpose) and the recognition of social restrictions pertaining to cyber violence on cyber violence (experiences of inflicting/suffering from cyber violence) along with variables such as social demographic variables (gender and grade), individual characteristics (psychological state, family relations, and school life) and experiences of bullying (inflicting/suffering from bullying). The analysis resulted in the observation that along with changes in Internet usage behavior such as increasing usage duration and cyber communication, cyber violence is "increasingly occurring in a greater range of times and places. However, it was also observed that the presence of the recognition of legal punishments pertaining to cyberbullying decreases both the inflicting of and suffering from cyber violence. An Internet policy that carefully considers the quickly changing cyber environment is needed more than ever.
Introduction
Does the development of information technology make people happy? With the age of ultra-connectedness linked by the Internet, our lives are seeping deeper into the online world. While the development of smart technologies offers convenient services to us, it also threatens our lives through problems such as inequality in the online realm, illegal activities, mistrust, and addiction. It could be said that cyber violence, mentioned in regard to various social problems from adolescents to adults, is a leading example thereof. A clear definition for cyber violence has not yet been identified. However, among definitions, there is a commonality in the sense that cyber violence is construed to constitute actions of bullying towards others utilizing information or digital devices. From a similar conceptual standpoint, the term cyberbullying, in its narrow definition, indicates bullying in the online realm, but the wider definition defines cyberbullying as the generalized form of acts of violence that occur in cyberspace [1] . Today, the issue of cyber violence has grown into a serious social problem both domestically and overseas. According to the 2014 Report on Cyber Violence by the Korea Internet & Security Agency (KISA), 14% of elementary, middle-school, and high-school students (from 4th grade of elementary school to 3rd grade of high school) had experience inflicting cyber violence in the past year and 19% of the students had suffered from cyber violence [2] . In this study, we seek to empirically explore how the Internet usage behavior (usage duration and purpose) and the recognition of social restrictions pertaining to cyber violence affect cyberbullying. Raw data for this study were collected from Korea Internet and Security Agency (KISA)'s '2014 Report on Cyber Violence.' We performed the logistic regression, using SPSS 22.0.
Literature Review

A. Cyber Violence and Influencing Factors
Many studies on the cyber violence and cyberbullying have been conducted [1, 4, 5, 10, 11, 12, 13, 15, 18, 19, 20, 21, 23, 24] . Compared to theoretical/normative studies (definition, types, causes, and solutions) on cyberbullying, empirical studies of the causes of cyberbullying have been rare. To date, empirical studies on cyberbullying have analyzed factors that influence cyber violence by focusing on social demographic factors as well as individual environmental factors such as individuals' psychological state, the family environment, the school environment, and relationships with friends [3, 6, 7, 8, 14, 16, 17, 22] . Specifically, cyberbullying has been analyzed as an extension of real-life violence; the focus has been on the relationship between real-life and online violence [9, 25] . However, as discussed in An's meta-analysis [5] of cyber violence, most studies related to cyber violence have discussed it as an extension of offline school violence and have not considered the rapidly changing media environment. In particular, as the distribution of smart devices has become widespread and Internet access has become easy, cyber violence has penetrated the daily lives of adolescents, who have become as active in online activities as offline activities.
B. Significance of the Research
First, while past studies have focused on experiences of inflicting cyber violence, this study analyzed factors that influence both the inflicting of cyber violence and the experience of suffering under cyber violence. Therefore, this enabled the relationship between the infliction and suffering from cyber violence to be identified and the factors that influence the suffering and infliction of cyber violence to be compared. For adolescents, cyber violence is a problem that must balance care for victims and saving victims; a one-sided consideration of either suffering or violence makes it difficult to prevent this problem. Moreover, "the study analyzed public data in order to ensure the reliability of the analysis results and the potential for generalization. To date, to arrive at study conclusions, empirical studies have utilized surveys that have been carried out on an individual basis and have yielded limited samples focusing on specific regions and classes. Compared to these studies, this paper utilized the sample frame of public institutions and carried out analysis with statistics that were comprehensively gathered and nationally approved. Thirdly, by considering media environment factors in the study model, this paper sought to expand on the study results of traditional studies of adolescents. The Internet has spatial characteristics; compared with previous Internet environments, the condition of the smart environment has more exhibited a lack of restrictions from time and space. Therefore, this study selected key variables that influence cyber violence such as individual demographic characteristics, individual characteristics (individuals' psychological state, family relationships, and school life), experiences with violence online and offline, and media usage patterns (Internet usage duration and the purposes of Internet usage) to examine the relationships between the variables.
Methodology
A. Research Question and Hypotheses
This study was an empirical study on the causes of and prevention methods for adolescent cyberbullying. This study analyzed the influence of Internet usage behavior (usage duration and purpose) and the recognition of social restrictions pertaining to cyber violence on cyber violence (experience of inflicting/suffering from cyber violence) along with variables such as social demographic variables (gender and grade), individual characteristics (psychological state, family relations, and school life) and experiences of bullying (inflicting/suffering from bullying). The study question was: "What are the factors that influence the infliction of and suffering from cyber violence?" In particular, we analyzed the influence of recent Internet usage patterns on cyber violence. Moreover, we also examined the influence of social restrictions pertaining to cyber violence as a prevention method for cyber violence.
Study Hypothesis 1. Adolescents who use the Internet for long periods of time on weekdays and weekends have more experiences of inflicting and suffering from cyber violence.
Study Hypothesis 2. Adolescents have different experiences of inflicting/suffering from cyber violence depending on the purposes of their Internet usage.
Study Hypothesis 3. Adolescents who recognize social restrictions pertaining to cyber violence have fewer experiences of inflicting/ or suffering from cyber violence
B. Data and Measurement of Variables
The dependent variables are the experience of inflicting cyber violence and the experience of suffering from cyber violence. The main explanatory variables comprised individual characteristics (i.e., individual psychological state, family relation, and school life), experiences with violence, Internet usage patterns, and social restriction. Key variables and measurement methods are shown in the table 1 below. This study utilized KISA's 2014 Report on Cyber Violence. 
Findings and Discussion
A. Descriptive Statistics 421 people out of 3,000 (14%) had an experience of inflicting cyber violence and 570 people (19%) had an experience of suffering cyber violence. 2645 people out of 2,900 (91.2%) had recognized the possibility of punishment for cyber violence. Table 2 summarizes the descriptive statistics associated with the main variables used in this study. 
B. Logistic regression analysis
Prior to performing the multiple regression, we conducted a factor analysis and reliability analysis to verify the validity of independent variables' measurements. The table 3 associated with model 1 and model 2 shows the results of the logistic regression. The key results are as follows. First, the results of the study confirm the previous study results pertaining to experiences of cyber violence. First, in regard to individuals' psychological state, life satisfaction was found to reduce the level to which cyber violence was suffered and inflicted. This shows that the psychological insecurity of adolescents can surface in the form of violence towards others. Enabling them to seek stability in their attitudes through psychological treatment and education will be important factors in regard to cyber violence. Secondly, it was found that experiences and tendencies related to violence in school life were being carried over to cyberspace. This was consistent with the results of previous studies. Ultimately, because cyber violence is an extension of the offline space, sections of policies for adolescents related to cyber violence should be strengthened. Third, regarding gender, the infliction of cyber violence was found to be significantly higher among male students compared to female students. Among male students, awareness of issues of cyber violence should be more actively raised. Fourth, in terms of grade, cyber violence seemed to be more common in higher grades in elementary school (4th, 5th, and 6th grades) compared to in middle and high schools. It is expected that more active education and response strategies should be formulated for elementary schools. Second, analysis results on Internet usage patterns and cyber violence were obtained. First, the results on Internet usage duration and cyber violence showed spatial expansion. In other words, adolescents who spent longer on the Internet over the weekend had more experiences inflicting and suffering from cyber violence; this differs from offline violence, which is limited to weekdays. Secondly, when the main reason for usage was for forming/maintaining communities or playing games, the infliction and suffering of cyber violence increased. Considering that cyber communication is now being used by adolescents as the primary means of maintaining relationships, we must strive to achieve an appropriate culture of communication. Moreover, the fact that games, unlike other hobbies, are showing a positive correlation with cyber violence evidences the need for considering issues with games for their link with cyber violence. Third, the effects of social restrictions pertaining to cyber violence were analyzed. The analysis results showed that adolescents who recognized that cyber violence was punishable under the law had significantly fewer experiences of inflicting and suffering from cyber violence. Adolescents may recognize cyber violence as a form of normal friendship and engage in, or suffer from, cyber violence without recognizing the gravity of the issue. Moreover, the Internet space has the characteristic of providing greater anonymityand thus greater potential for private and secret relationships-than do offline environments. There are physical limitations to identifying all scenarios in which incidents occur. Therefore, as a control method, it is necessary to consistently advertise and educate regarding cyber violence as an issue and as illegal, as well as make adolescents recognize the potential for punishment. 
Conclusion
This study analyzed how Internet usage behavior and the recognition of social restrictions pertaining to cyber violence affect cyber violence. Results of our analysis showed that Internet usage duration positively affected cyber violence. Also, when the main reason for usage was for forming/maintaining communities or playing games, the infliction and suffering of cyber violence increased. Finally, the analysis results showed that adolescents who recognized that cyber violence was punishable under the law had significantly fewer experiences of inflicting and suffering from cyber violence. An Internet policy that carefully considers the quickly changing cyber environment is needed more than ever.
