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Multiple computing devices in close proximity must usually rely on the Internet in order 
to share information, even though doing so is grossly inefficient and subject to external factors. 
A method to facilitate this sort of local sharing in a secure manner could help alleviate these 
issues. This study proposes to demonstrate the substantial demand for a more efficient and 
interactive means to exchange information among networks of people. We will detail how this 
project will result in a software protocol capable of linking mobile devices for the purpose of 
sending and receiving data through manipulation of available technology, pursuit of developing 
computer systems, and creation of an innovative program. The tasks at hand do not rely on 
innovation through "brute force" development of new hardware, but rather on manipulation of 
existing technology through revolutionary software. 
Introduction: 
If two people need to share a word processing document on their computers, their options 
for doing so are currently limited. Most often, they will opt to email the document to one 
another, regardless of how close or distant they are. They could literally be in the same room, 
and yet sharing via the Internet would require the document to be sent to distant towers, servers, 
and perhaps satellites. This is inefficient from a technical perspective, and it requires significant 
infrastructure. In a setting where said infrastructure is unavailable or has never existed, the 
ability to share a document is extremely limited. A large portion of modern information 
exchange is not suited to local distribution, and the users must compensate with unsuited 
methods. 
These misrepresented transactions are often localized and between groups of people 
rather than the traditional one-on-one interaction. It is through the characteristics of proximity, 
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scale, and volume that the true flaws in the current information system are revealed (Yinan, 
Song, Xueping, & Weiwei, 2008).  Personal contact is limited by both proximity and scale.  This 
exchange necessitates the closeness of the members and is not practical for sharing a 
file.  Traditional cell phones can only handle limited volume in the form of speech.   All phones 
are also completely adverse to scale.  Conference calls are inconvenient and ineffective when 
there are too many participants, and it is impossible to send media through a cell phone call.  
The Internet by comparison is very capable in terms of proximity and volume, and 
members can easily communicate across the planet.  However, its scale approaches infinity 
because files stored on the Internet are available to everyone at anytime. Passwords and 
encryption may be set up to protect certain sites or files, but even then they are susceptible to 
malicious hacking and interruption.  Sharing information via the Internet involves a vast series of 
transactions that make information and data very vulnerable to interception by a third party (Xiao 
& Pan, 2005). The Internet thrives off a nebulous construction.  Behind the convenience of 
Internet sharing is a number of exchanges that are often unnecessary.  
Because of these problems, Team FLIP has come to question: how can we create a 
wireless networking system that allows users to connect to each other within a geographical area 
without central infrastructure?  Furthermore, how can the concept of rights revocation, the ability 
of a file-sharer to revoke rights of access to any shared file, be used to secure such a 
network?  By utilizing advantages of existing means of exchange we will create a way of linking 
mobile devices that involves the aspects of current telecommunications and the Internet.  Ad-hoc 
networking, or networks without pre-existing infrastructure, is a feature not provided by the bulk 
of current hardware or software (Su & Hischke, 2003).  The earlier advent of Bluetooth and its 
future successor Wi-Fi Direct prove that this is a significant step in the progression of mobile 
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technology (van de Wijngaert & Bouwman, 2008). Our group will create a software protocol that 
takes advantage of these technologies to make it easier for people to share content securely 
and conveniently without the need to connect to an active Internet gateway and without the 
constraints of current alternatives. 
Literature Review 
Research for this project is grouped in five different categories: ad-hoc networking, file-
sharing, location services, wikis and social networking. It also chronicles the progression of our 
project from its inception to its current state. 
Ad-hoc Networking 
When we first began this project, we envisioned a type of sharing that would not require 
us to go through a central server, like those on the Internet. We wanted to use a wireless 
connection that could send data directly from one device to another, whether that device was a 
laptop or a smartphone. We considered a few different technologies that may have helped us. 
First we researched BlueTooth technology, which is used to wirelessly connect cell phones to 
headset devices.  
The transmission and reception of wireless signals has been a crucial base for many 
means of communication. One of the options is Bluetooth, which is a viable option when dealing 
with direct linking of two compatible structures with wireless capabilities under limited 
circumstances. Xiao and Pan (2005) show that Bluetooth, while it does allow devices to share 
information with one another within a certain distance, is not an ideal platform upon which to 
create our file-sharing mechanism. The Bluetooth concept requires one device to assume the role 
of “master,” while the other is “slave” (Xiao & Pan, 2005), while our sharing system necessitates 
that all devices must be equal to each other within a given network.  
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Wi-Fi has several advantages over Bluetooth, which makes it a more suitable candidate 
for use in the technology we wish to develop. Bluetooth has a very limited range of 10 meters 
(McDermott-Wells, 2004), while Wi-Fi has a greater and more flexible range. It is also much 
slower, with a transfer rate of 1 megabit per second whereas Wi-Fi can transfer up to 3 megabits 
per second (Rashid & Yusoff, 2006). 
We then considered the concept of ad-hoc networking, which simply refers to a collection 
of devices that connect to each other wirelessly but still operate independently from one another. 
Imagine connecting two devices with a USB cable. Our idea was to create this sort of connection 
wirelessly and with multiple connections. At the time we were considering this idea, a version of 
the technology had just been released that incorporated “multi-hop” capabilities, as opposed to 
the previously available “single-hop.” Single-hop was limited in that one device could only share 
data with devices it was directly connected with. Multi-hop allows a device to connect with 
another that it is not directly connected with, but indirectly through other devices. 
We looked for a collection of devices that connect to each other wirelessly and form an 
interconnection that allows these devices to remain independent. This concept has been proven to 
work with Microsoft Windows with the IEEE 802.11 protocol, which can use "multi-hop" (the 
ability to connect to a remote machine using an intermediary device that is also part of the 
network) capabilities even with machines that are only designed to be compatible with single hop 
(Yinan, Song, Xueping, & Weiwei, 2008). However, the method described in most research is a 
circumvention of intended functionality; most of the research we have encountered relies on 
"hacks" rather than technologies that will actually appear in consumer devices. For example, the 
implementation developed by Yinan et al required the researchers to write their own driver that 
was specific to the one platform they were working on.  
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Furthermore, while Sharafeddine and Maddah (2011) proposed a new lightweight form 
for energy-efficient mobile-to-mobile file sharing applications, the technology is not yet readily 
available to the public. The proposed scheme is to exploit the difference between sending 
compressed data and sending small amounts of data. The data would be sent in a lower number 
of bits if compressed, meaning less energy is transmitted.  
The protocol that we originally planned to use was Wi-Fi Direct, an official extension 
of IEEE 802.11. The Wi-Fi Consortium intends Wi-Fi Direct to be a standard that exists for all 
platforms and will require only a manufacturer-written driver upgrade. Wi-Fi direct "will be built 
directly into consumer electronics and automatically scan the vicinity for existing hotspots and 
the gamut of Wi-Fi equipped devices, including phones, computers, TVs, and gaming consoles" 
(Kharif, 2009). Wi-Fi Direct is an implementation of the Ad Hoc feature of the 802.11 protocol. 
It will allow devices to act as both access points and connected devices, requiring no external 
infrastructure but the devices. However, the release of Wi-Fi Direct was repeatedly delayed, and 
we couldn’t keep waiting for a technology that our project hinged on. For this reason, we decided 
to use the Internet and go through a centralized server after all, simulating ad-hoc connections, 
even though it was not our original intention. 
File Sharing 
Studies have shown that the most common files searched for on existing file-sharing 
systems are music files (View of the Data on P2P,” 2009). The same study also demonstrated 
that people who shared the most files had the most file type searches in common with the others 
in the survey. These figures are important to note because they show how we should tailor our 
software to different uses.  
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Another study about a product idea similar to ours, Push!Music (Hakansson, Rost, & 
Holmquist, 2008), demonstrates that a peer-to-peer mobile file-sharing system had great success 
when implemented in a social situation. The researchers defined success as a significant increase 
in the number of file transactions between users, as well as positive qualitative feedback.  This 
particular method of sharing, peer-to-peer instantaneous music sharing, causes a rapid increase in 
sharing activity. The exact sharing process happens as follows: a mobile device with Push!Music 
checks for nearby devices with the program and connects to them wirelessly. Media agents then 
check the status of media on these devices, matching music amongst them. Based on users' 
sharing settings, new music will jump from device to device, resulting in a network of shared 
media. While certainly a source of inspiration for our project, their system only allowed transfer 
between two users and added few new innovations to the field of software 
engineering. Push!Music’s success within the confines of this study reflects positively upon our 
team ambitions for peer-to-peer sharing.  
A study about the willingness of people to share and what causes people to share files 
with one another also contributes to our product design. The results show that people will share 
depending on (a) Emergency, (b) Trust of the initiator, (c) Gender, (d) Individual benefit, 
and (e) User familiarity with technology (van de Wijngaert & Bouwman, 2008). Using these key 
points, we can determine the success of our unique application of existing technology. We can 
infer that the second most important of the file-sharing prerequisites, “trust,” can easily be 
established with our software due to the proximal nature of sharing when using our product 
(Morvan & Sené, 2006). Gender, for us, will be evident, and individual benefit will be 
immediately discernible when in close contact with the file sender. People will often literally be 
able to see the other person they are sharing with, providing both an implicit trust and means to 
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determine the worthiness of this person in keeping with the criteria. According to the van de 
Wijngaert & Bouwman (2008) study, our project will be successful upon application because the 
standards by which people judge whether or not to share their files are all met by our product. 
The study further showed that ad-hoc networking is a viable system to use when dealing with 
activity of this nature. 
Location-based Sharing 
It’s easy to assume that wireless networks work flawlessly when implemented, but that is 
far from the truth. Any applications that use these networks are only as good as the networks 
themselves. While FLIP is focused mainly on creating software for allows connectivity between 
mobile devices based on proximity, we are also taking into consideration the stability of wireless 
mesh networks, as it is our hope to one day move our application off the Internet and allow for 
operation independent of a centralized infrastructure. There have already been advances in 
technology such as WiFi Direct and the Serval Project that are attempting to pave the way for 
decentralized communication, but how will they stand up to the tests of network size and large 
numbers of relay nodes? In “Understanding and Tacking the Root Causes of Instability in 
Wireless Mesh Networks”, Aziz, Starobinsko and Thiran (2010) conclude that stability is not an 
issue in CSMA-based linear wireless mesh networks with only three-hops. After three-hops, a 
“stealing effect” overtakes the nodes and creates significant transmission delays. This is 
potentially a problem with FLIP’s ambitions since we hope to have information jumping across 
several nodes if the application is to be removed from a centralized server. 
However, Team FLIP acknowledges the difficulty in creating an application that relies 
solely on ad hoc networks as the venue for communication. Thus, as a stepping stone, we are 
developing an application which will use the Internet as infrastructure, and to determine which 
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devices are proximate to each other in location. In "Discovering the architecture of geo-located 
web services for next generation mobile networks”, Linwa and Pierre (2006) discuss what 
transitions a mobile device must go through when leaving one geo-located web service to 
another. This is helpful to FLIP in that it presents a system architecture for a device that is in 
motion. Geo-located web services (GLWS) are services on the web that are only offered to a 
certain geographical area, and once the user steps outside this area, the service can no longer be 
reached by that user. FLIP’s application is all about being able to access data while one is 
proximate to the data origin, and these geo-located web services are a good example of location-
based access. The paper concludes that synchronous APIs are necessary for a smooth transition 
from one GLWS to another, and this should not be an issue since users running the FLIP 
application will be using the same API. This paper also introduces the idea of having a migration 
manager, a part of the program that specifically helps devices detect and switch to other services. 
One prominent concern FLIP has about running a location-based application is the battery 
life of mobile devices. Any battery drains quicker when using geolocation due to the fact that the 
device has to constantly check-in with global positioning satellites, or even something as simple 
as operating on WiFi leads to battery drainage. In "A Quantitative Analysis of Power 
Consumption for Location-Aware Applications on Smart Phones” (Anand et al, 2007), 
researchers tested various battery-saving methods and concluded that on average, a smart phone 
can run at most six hours while continuously using location services. To maximize the running 
time, they recommend that programmers should try to offload computation to servers whenever 
possible. This is a good suggestion for FLIP’s Internet-based model but since FLIP hopes to 
move to ad hoc networking as the basis for inter-device communication, the battery life of these 
devices would most likely be shorter than if they operated FLIP’s application that uses central 
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infrastructure and servers. The researchers also suggest incorporating a motion-sensing 
mechanism where if a user is not moving, the device would check in less frequently than if the 
user were in motion. 
In "An open architecture for developing mobile location-based applications over the 
Internet”, Jose, Moreira, Meneses, and Coulson (2001) discuss the concept of creating an 
architecture that allows new components to be added or removed without having to change the 
central infrastructure of the application. This is particularly interesting for FLIP because we hope 
to create an application that is self-governing and constantly evolving through user-generated 
wiki data. The authors talk about several models, one of which is a proximity-based model. In it, 
a client is able to set a specific range and discover other servers within that range. As FLIP also 
realized, this creates problems of scale and how large users want the range to be. Too small a 
range could mean that the open architecture is barely modifying itself, while a too-large range 
would mean constant change. Stability and speed issues also arise from this model. 
Team FLIP hopes to improve the social lives of its users by allowing them to connect to 
each other in new ways. FLIP focuses on proximity and location-based file sharing in a social 
setting. In a world where connecting to the Internet means connecting to millions of others in 
unknown locations, it is beneficial to know what information is available and/or generated from 
the locations close to you in real life. According to Fusco, Michael and Michael (2010), adding a 
location-based service to a social network builds connectivity amongst users. Not only do we 
know who a user is online, but also where he is located. Users feel a greater level of relation to 
others users who are geographically close to them, and the information that these proximate 
users generate is perceived to be of higher relevancy. 
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Location-based services have the potential to strengthen connections between users but at 
the same time, privacy and trust are key components that determine whether relationships are 
positively or negatively affected. Providing greater security over a social network with location 
services builds trust among users, but this trust can easily be abused. FLIP is working to find a 
way to verify a user’s identity or limit the application’s audience in the beginning stages so that 
spam and other malware do not become an issue across the layers of file-sharing. Bhuiyan, Yue 
and Josang (2008) propose that public reputation will be sufficient in a community of users who 
mind what others think of them. In the FLIP context, this is a good natural source of protection 
against unwanted actions or users because each file or object that a user uploads is tagged with a 
location and name, and users on FLIP layers are all proximate to each. This means that they 
should be more likely to be mindful of their reputation because they are not part of the 
anonymous web on FLIP, but rather identities who are recognized by members of the community 
around them. 
"A Hybrid Mobile-based Patient Location Tracking System for Personal Healthcare 
Applications” (Chew et al, 2006) presents one area in which FLIP could potentially be useful: 
healthcare. While FLIP hopes to use its layered maps for security functions, this paper addresses 
the matter of emergencies and personal health monitoring. FLIP’s intention of secure file-sharing 
means that when a user goes to a doctor or anywhere that requires him to give out sensitive 
medical information, others may only see that data when he is proximate. Once the user leaves, 
the offices no longer have access to this data, making it more secure for the user. Chew, Chong, 
et al. (2006) discuss how in emergencies, locating services could be life-saving. The importance 
of this could easily be worked into FLIP’s application by having an “emergency” map layer 
where users could signal distress to those proximate to them. 
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Another setting that FLIP sees great potential for its file-sharing services is the office 
setting. Sharing based on proximity creates efficiency through bypassing unnecessary log-ins, 
typing of email addresses, and other hassles. FLIP creates an online environment that mimics the 
one in reality, where documents are distributed to users proximate to the owner, only it is in 
electronic form and physically tangible, thus allowing users to connect instantaneously online in 
addition to offline. “An Indoor Location-Based Social Network for Managing Office Resource 
and Connecting People” (Wang et al, 2010) studies how efficiency in an office setting could 
improve by using WiFi as a means of locating employees. In their study, employees use various 
mobile devices, laptops and computers running Nokia Find & Connect to manage office 
resources and connect with each other in a social environment. Their study looked at the increase 
in efficiency if users knew beforehand which office resources such as meeting rooms and desks 
were occupied. In the FLIP application, this is easily implemented as when users update their 
location, it is instantly shown on the map for others to see, i.e. a meeting room populated with 
dots means it is occupied. 
Wikis 
Although FLIP is not a straight-forward knowledge management system like a wiki, it 
can be adapted to be used like one, and as such, the Wiki works as a good previous example of a 
collaborative tool to look at. Yang, Wu, Lin and Yang (2008) show that collaborative tools like 
Wikis allow both personal research as well as group research to become quicker through 
allowing easy accumulation and storage of knowledge. They do “not only help users learn new 
knowledge much faster, but also make better use of the knowledge. More importantly, new 
beginners can build up fundamental knowledge in the target field faster” (p. 349). 
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The Internet in its entirety could be labeled a wiki, for its use and wonder come not from 
a single source but from an infinite network of contributions. In Internet Law professor Jonathan 
Zittrain’s article, “The Generative Internet,” (2006) he praises the collaborative development of 
the Internet and the technologies surrounding it. Zittrain supposes that had the Internet been 
closed to amateur tinkerers from the beginning, “many of its unusual and now central uses would 
never have developed because the software underlying those uses 
would  have  lacked  a  platform for exposure to, and acceptance by, a critical mass of users” (p. 
1977). Essentially, the Internet was tailored to the very community forging it, ensuring its 
continued relevancy and use. Information sharing and cooperation have led to great 
advancements in the web, and by using a model which allows for collaboration and openness, 
Team FLIP hopes to create a long-lasting, generative software. 
The academic community in particular remains adverse to the introduction of wikis under 
the pretense that this open idea will lead only to inaccuracies and even lies. Knobel and Lanshear 
detail the rift between Wikipedia and academia as a general misunderstanding due to cultural and 
generational gaps. “Wikis, Digital Literacies, and Professional Growth” approached the issue as 
educating an audience on a new technology (Knobel & Lanshear, 2009). Work with students 
demonstrated clear advantages wikis brought to the classroom, namely by allowing the teachers 
themselves to contribute and share their material. The general results found that the overall 
distrust in the system came from unfamiliarity with the technology. These insights hold true 
when implementing any unproven technology; FLIP aims to provide easy entry into the system 
even to those with little technical expertise. 
 Wiki’s are a collaboration medium between peers, inheriting their traits for better or for 
worse. Just as crowdsourcing accesses a theoretically infinite knowledgebase, so too is it open to 
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an infinite amount of possible misunderstandings. FLIP is not a pure knowledge management 
system like a wiki, however, it was adapted to act as one when features benefit from user 
collaboration. Team research groups are one such audience for whom the FLIP system is 
intended to benefit.  
Wikis and Location 
User-generated data paired with location tags introduces an entirely new method of 
sharing. There already exist options for bringing wiki-like geospatial information into a learning 
environment, albeit most of this is geared toward specialty groups. For example, in “A Geospatal 
Wiki for m-Learning,” Safran and Zaka (2008) describe a specialized Wiki called TUgeoWiki 
and corresponding mobile Java software which allows users to utilize their current GPS-derived 
location to create and add to existing Wiki articles. Users could search for Wiki articles 
associated with their current location and upload photos from their location in order to contribute 
to these articles. However, the end result described in their article is one that only serves a very 
specific purpose that FLIP hopes to incorporate among other features into its research. Instead of 
using specific articles to link files and information to, FLIP will simply be an aggregation of 
points of specific data. 
In their article, Safran and Zaka mention Panaramio, which is a geo-located photo sharing 
service that overlays photos onto Google Maps and Google Earth pages. As opposed to being 
just a photo-sharing service, FLIP provides extended functionality, allowing any kind of file to 
be uploaded, and for location-relevant files to become more obvious to the user. 
GeoSpaces, a tool used primarily by United States Department of Defense and National 
Intelligence Community, is a commercially available geo-spatial “whiteboard” system. The 
software allows for an enterprise’s information to be laid out over a persistent map, with 
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location-specific information placed directly at the location it is associated with. For example, it 
has been used to “communicate real-time, spatial, spatial-temporal, and non-spatial information 
including stakeholder inputs, air and surface vehicle tracks, transportation routes, air corridors, 
global and regional weather, national and commercial imagery, and other data to the 
stakeholders’  community of interest” (Baraghimian et al. 2001, p. 1679). The article argues that 
such a software allows clients to make informed, rapid decisions based on location data in 
Disaster Scenarios. FLIP has a similar functionality and makes the source of information a 
community. 
Team FLIP’s research could have wide-ranging effects on a number of fields if it is 
adopted. In their paper, “Location-aware access to hospital information and services,” Rodriguez 
et al. (2004) describe a system which allows physicians and nurses with a wireless-capable PDA 
to access a variety of information and services based on their location. For example, with this 
system, a doctor could digitally access a patients records if they were proximate to the patient, 
easily find a colleague by using the colleague’s current location, and find the closest medical 
devices and equipment. The researchers were able to achieve context-aware services by 
approximating a PDA’s location based on which WiFi access points had the strongest signal. The 
researchers were able to find a PDA’s location within a 4m margin of error, which in their 
implementation was enough to find the nearest patient. Using campus WiFi to approximate 
location is something that Team FLIP has explored, and the software could possibly be extended 
to do so. 
Social Networks 
In the age of technology, social networks are a common way of information exchange 
and can be useful in both the social world and more academic environments. A study conducted 
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with 67 students in four classes at two public universities in Taiwan examined the potential 
usages of online social networking to supplement the traditional classroom experience (Hung, 
2010). The study found that social networking is a helpful tool in the classroom, especially in 
increasing connections and communication between students. Students in the study liked the 
integration of social networking into their classroom experience. The authors provide 
recommendations and address concerns regarding the implementation of social networking in the 
classroom. 
Although social networking is generally not associated for use in the educational 
environment, it is quickly being adapted into classrooms around the world. In an “Educational 
use of social networking technology in higher education” (Hung, 2010), researchers found that 
social networking was actually a helpful tool in the classroom as two public universities in 
Taiwan. They found that social networking increased connections and communication between 
students. Students found that social networking was a complement to the in-classroom 
experience. The authors believe that social networking can be integrated into the classroom as 
long as the focus lies on the connectivity it provides. 
Additionally, a case study of the University of Cape Town’s use of Web 2.0 in 
supplementing their educational experience examined how Web 2.0 tools such as Facebook 
could be used as an educational tool. The study followed 200 students and interviewed them 
about their usage behaviors of Facebook socially and educationally. The study found that it 
would be beneficial to include Web 2.0 tools into their educational experience because it would 
“tap into the distinctive proficiencies of their students while ensuring focused learning and 
positive outcomes” (Bosch, 2009) while increasing networking among the university community. 
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They, however, found drawbacks in the lack of access to the resources and possible disconnect 
between the older generation and the technology. 
Brady et al. (2010) study replacing current traditional course management systems such 
as Blackboard with social networking sites such as Facebook. The authors argue that social 
networking sites, specifically Ning in Education in their study, are more personable and easy to 
use for students. Traditional CMS is outdated with limited features in comparison to social 
networking websites.  However, they found that people are generally unwilling to add another 
social networking website to the ones they already use, a huge argument against using anything 
but the most popular social networking site. Thus, integration of new sites with existing ones is 
important for new technology adoption.  
Of course social networking has benefits beyond the classroom. Chu and Kim (2011) 
examine the effect of social networking websites such as Facebook and MySpace on electronic 
word-of-mouth. The authors believe that advertising in social networking websites will become 
one of the most important strategies for companies. In the United States, advertising spending by 
companies on social networking websites is expected to increase to $2.8 billion by 2012. The 
authors tested the effectiveness of social networking sites in creating electronic word-of-mouth 
by measuring the tie strength, homophily, trust, normative influence, and informational 
influence.  They also measured user opinion seeking, giving, or passing tendencies. The study 
concluded that social networking sites can increase the strength and effectiveness of a trend 
when compared to those that were not influenced by them.  
Vladar and Fife (2010) discovered that social networks are the only area of mobile 
communication that saw growth. They identified three major drivers for that growth. First was 
the improvement of technology, specifically interfaces and processing speeds that have allowed 
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social networking to run more smoothly on mobile technology. Second is the compatibility with 
existing practices; this means that the mobile technology is supplementing the traditional 
technology (computers) and furthering the usages of social networking. Third is the value of 
social networking that allows people to stay connected in yet another way and mobile technology 
providing the means for that to happen. 
Methodology 
For our research project, we will use the product development process described in 
Introduction to Engineering Design (Calabro, Dally, Fourney, Portmer, & Zhang, 2000). This 
outline is directly applicable to our project as ultimately its success will be determined by the 
success of our product.  Because of our inclusion of product development, the value of our 
research will inevitably be judged by the consumer.  However, we did not incorporate step 1 
because we determined our goals through our own experiences and needs. The nine-phase 
methodology is as follows:  
1.      Identify customer needs.  
2.      Establish the product specifications.  
3.      Define alternative concepts for a design that meets the specifications.  
4.      Select the most suitable concept.  
5.      Design the subsystems and integrate them.  
6.      Build and test a prototype and then improve it with modifications.  
7.      Design and build the tooling for production.  
8.      Produce and distribute the product.  





Product Specifications:  
After analyzing existing research on topics related to our project, we used Quality 
Functional Deployment (Calabro et al., 2000) to determine specific objectives we wish to reach. 
Our product must allow users to connect to each other without using central infrastructure. This 
means that the complexity and cost of establishing and transferring material should be 
measurably reduced, or that there are new ways of sharing that were not originally possible with 
existing means of connectivity. We are looking to create a new, simple, and secure paradigm for 
sharing electronic information between geographically co-located parties. This means we must 
both utilize existing hardware and develop new software components that will allow mobile 
devices to create the connections that we are looking to establish. 
The program should allow users to create their own networks as well as join the networks 
of those around them with the ability to share and receive information of any form across these 
connections. Networks can be broken up into several groups. Furthermore, the application should 
provide users with the option of revoking rights of access to any data that they have shared with 
other users. Finally, this application should be independent of any existing commercial products 
and therefore not bound to any existing device or operating system. This demand may seem 
unrealistic, but that is only if this is taken as a deliverable goal rather than an ideological goal. 
We plan to open source our software to allow others to modify and redistribute the code 
according to their needs. 
 Of course, the use of the term “network” is vague. Our software will be able to recognize 
and create several different types of networks. The first, and possibly simplest, is the “intercom” 
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network type. This network will allow one user to act as an administrator for the group, with the 
exclusive ability to post files which can be sent among users. This will be useful for 
presentations, where the presenter may want to share his slide show and related documents for 
the audience. Furthermore, audience members may have questions. Under the intercom network, 
users will be able to send questions and comments to the presenter, these can either be 
anonymous and viewable by only the sender and receiver, or can be seen by all. The presenter 
will also have the ability to choose whether or not he wants the presentation files to be able to be 
carried out of this presentation. If he wants the audience's rights to the files revoked after the 
presentation is over, he will be able to choose to do this before sending out the file. This idea can 
be expanded to fully "open" networks, where there are no administrators and all users are equal. 
In these networks, there are no administrators, and no rules. Files could be shared freely amongst 
users with no limitations. Of course, some limitations could be added (like rights revocation by 
specific users).  
   
Alternative Concepts:  
To solve the issues stated above, several options can be implemented.  
1. To address connection issues, we can create "dongles", such as a USB device or external 
hardware accessory (Boyle, Huang, Kuijken, Liu, Roedle, Simin, Spits, & Sun, 2007) that 
attaches to mobile devices, which will allow the devices to connect directly to each other without 
going through a central infrastructure. However, this is not the best concept since we can use Wi-
Fi Direct, which will already be implemented in most Wi-Fi consumer devices by the time our 
research begins. Secondly, our concept is to develop a software solution to a sharing problem, 
allowing efficient file transfer between users. A hardware-only solution would not solve the 
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problem of actual file-sharing. We hope to implement a final solution that is much more 
streamlined and convenient so that our clients will have more incentive to utilize our product.  
2. Developing the software that allows users to connect with each other is another important 
component of our project. There is the option of developing an application for an existing 
smartphone system such as the iPhone. This would require that we abide by the distributor’s 
rules of development, which are often very restrictive. Apple has a specific set of guidelines 
(iPhone OS, 2009) that their developers must follow, and it is uncertain if our project will fall 
within those parameters.  
3. To resolve the aforementioned issue, we could create an entirely new operating system for 
mobile devices. This requires much more programming than an application, as many routine 
processes an application must run are coded into the operating system.  In addition, very few 
people would be willing to adopt an entirely new operating system that does not already have an 
established reputation (such as that of the iPhone or Android) making the entire system virtually 
useless.  
4. Data security can be enhanced through encryption on both client and server sides (Jung, Rhee, & 
Sur, 2007). However, this has already been achieved by many software companies and is not a 
new or innovative way of providing secure means of data transfer. Coding processes for this type 
of encryption are general knowledge and thus can easily be hacked.  
 
Determining the Superior Concept:  
From looking at the flaws of each of the above concepts, we came up with a model that 
addresses all the issues. We will first focus on designing an application that will use established 
networking technology to allow local users to create as well as join ad-hoc networks within a 
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specific geographic region. We aspire to have a final product designed for any mobile device 
including but not limited to notebooks, mobile media players, and cell phones.  However, few 
mobile media players and smart phones have open Application Programming Interfaces (APIs) 
and operating systems. Currently, only Google's Android operating system is completely open-
source (Android, 2009). This will prove to be a challenge, which may mean that in the end, our 
product will only exist as an application for Macs and PCs. 
Research for this application will involve examining current technologies for the most 
efficient and updated systems of ad-hoc networking that can support our needs. Currently the 
most promising technology is Wi-Fi Direct (Foresman, 2009), which allows direct connectivity 
between two Wi-Fi capable devices without the use of an intermediary such as a router. Initiating 
Wi-Fi Direct on an existing device will not require any external hardware, but only a firmware 
update. This makes incorporating people into our user network much easier as this update could 
be included in the software package given to our research participants. We will write software 
that allows these newly capable devices to form networks of two or more members at the will of 
the users and promote seamless file-sharing. Wi-Fi Direct has the capabilities of connecting 
multiple users, just like a normal Wi-Fi system, through a series of connections and nodes. The 
only difference is that no central infrastructure is needed. This project will also create an 
interface in which users can see all available networks within the local area with the option of 
starting their own. We must create a formal model of the sharing resources and networks, 
identifying functional capabilities and properties of which the program will consist. As stated in 
the product specifications, there are different modes of connectivity for different situations. 
There are basic operations that we must incorporate such as file transfer, but it becomes more 
intricate as we move away from data transactions and into data rights management.  
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Our team will examine means of securing files from the possibility of virality or 
unapproved sharing.  Currently, in a normal file transfer, the original data is copied from the 
sender device onto the receiving device, making both users owners of separate copies of the 
same file.  We are looking to prevent this replication by sharing a temporary version of the file 
rather than the true copy. We will research how to "tether" a file to its owner, or allow the owner 
to share the ability to view the file while keeping rights of access under owner control (Purtilo, 
J., personal communication, November 25, 2009).  An owner would be able to share a file under 
this tethering feature with the confidence that the receiver would no longer have access to the 
data if the owner so chooses. This encryption system is analogous to a lock and key.  A file 
owner would be able to "lock" any file and then distribute the keys to other users using our 
network system.  These other users would, through the connection between devices, be able to 
use the key to access the file and its contents.  However, if the user decides to effectively change 
the lock, the keys are rendered useless.  If the connection between the host and any user is 
dropped, either by manual termination or by exceeding the physical range of the connection, the 
user would similarly be completely unable to access the file. We will research and develop an 
encryption method that follows these criteria to provide our users with rights revocation power.  
Subsystems:  
There are three subsystems to our project: Wi-Fi Direct, the application software, and the 
rights revocation portion, all of which will be pursued relatively simultaneously. Wi-Fi Direct is 
currently not yet open to the public. While some form of beta version will be in existence, 
acquiring access to this technology will do us little good as we do not expect to have a prototype 
for some time.  Until Wi-Fi Direct is released (around mid-2010) we will follow any press 
releases by the Wi-Fi Alliance in order to best prepare for its inclusion in our design (Foresman, 
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2009). Wi-Fi Direct currently appears the best means to physically allow mobile devices to 
directly connect to one another. We do not need to work on this system ourselves since it is a 
packaged service provided by another company. 
The second subsystem is the application software, and the bulk of our project. This will 
provide users with the ability to share files across local networks behind a streamlined visual 
interface that is efficient and easy to use. This software will be designed to be cross-platform, 
meaning it will be able to run on both notebooks and various mobile devices. We will be able to 
create cross-platform software using tools such as the Java Development Kit, which is supported 
on a wide range of hardware and operating systems (Schach, 1996). The device may vary based 
on application, as businesses may prefer the higher processing power of a notebook, while the 
average user may only need that of a digital music player.  We will determine possible 
applications of our technology in order to create the most efficient interface for customers. Based 
on these applications, we will design the software to support several different modes of 
communication among users. 
The final subsystem we need to develop is the rights revocation. This will be coded as an 
attachment to our second subsystem and will allows users the option of setting up a “lock and 
key” system for any file that they wish to share (Jung et al, 2007). These subsystems will ideally 
become an integrated system, enabling users to share information over Wi-Fi Direct with the 
option of enhanced security.  
Developing a Prototype:  
We will be enlisting the help of Software Engineers at Maryland (SEAM) to help with 
the programming, relieving some of the burden. Dr. Jim Purtilo, our mentor, is the director of 
SEAM at the University of Maryland and will be able to guide us through the process. 
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Dr. Purtilo said to us, “Timing is everything. It is important to have an application goal 
written out clearly, a little bit upstream of a semester in which we would want a CMSC435 class 
to build something for us. That application is put into the mix of possibilities and the professor 
then makes the call on which idea will let him make all the desired teaching goals in terms of the 
projects. (Not all projects are suitable for this.) The down side is that not everyone teaching 435 
does these sorts of 'live' projects. The up side is that I am one of the people who do.” (Purtilo, J., 
personal communication, November 4, 2009). 
Thus, we will formally propose our project to SEAM before the fall semester of 2010. 
With Dr. Purtilo’s help, we will be able to secure a team that would program the software to our 
liking. It is then our responsibility to match the design with implementation, an important part of 
software engineering (Atlee & Pfleeger, 2006). We will provide the SEAM team with Wi-Fi 
Direct access. In addition to our project proposal, we will have the pseudo code for our 
software written to help advise SEAM as to our thought process regarding the software 
design.  Pseudo code is an imitation of software code written in shortened prose to illustrate what 
the programmer wants the program to do. For example, the pseudo code program adding a 
network to a set of favorites would look like this: 
Make new favorite network 
Accept user input for network name and description 
Assign description to new network 
Add new network to set of favorites 
While the final code would look dramatically different from this representation, pseudo 
code is a very helpful tool in software development as it helps connect the goals to the digital 
mechanisms that will make them possible.      
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Rights revocation will be entirely researched within our Gemstone Team. Dr. Purtilo 
described the process we would pursue, saying, “We define precisely what we mean by rights 
revocation in a suitably mathematical statement, so the intent for some abstract system is clear 
and unambiguous. We then derive (this is the really hard part) an algorithm we think leaves a 
system in the desired state. Then (and this is the really, really hard part) we prove that the 
algorithm does that mathematically. Proof trumps test in that situation. With that algorithm in 
hand, then we can move on to implement it. Testing is the process of checking that the 
implementation is actually consistent with the specification.” (Purtilo, J., personal 
communication, November 4, 2009). Team members will be working on this portion 
simultaneously as SEAM works on the application. Once the algorithms are proven, we will give 
our proofs to SEAM to incorporate into the programming and coding of our 
application (Sommerville, 2007).  
 
Production and Distribution:  
Dr. Purtilo is in contact with a Microsoft employee who he believes will support our 
project with Microsoft resources if we present him an established methodology. Microsoft has 
branched into the field of mobile phones, and can likely provide our team with mobile devices 
that can support our application. We can then specifically program for these Windows 
Mobile devices, which would then be distributed for testing purposes. Furthermore, we will seek 
funding in order to afford the inevitable hardware costs of our project. We will apply for research 




We will select one class whose professor is willing to integrate our new application 
system into his lessons for a class of about 30 students. Each student would be given our 
software if their device is Wi-Fi Direct compliant. If their computers are not capable, we will, 
pending feasibility, provide them with USB dongles that support Wi-Fi direct.  Ultimately, once 
the program is streamlined for production through trial and error testing, we will be able to 
release the application for free downloading on multiple platforms.  
Tracking:  
As we develop our new technology, it will be imperative that we make adjustments while 
testing the different features. We hope to determine public interest in our product when used in 
some basic situations and will use their experience to improve the program. We will simulate our 
product’s application in the following case scenarios:  
• Colleges and co-workers who gather for a meeting or study session should be free to 
immediately share documents and notes in real time, without email transmission or the overhead 
of uploading/downloading files to/from a server.  
• Friends socializing with one another should be able to collectively listen to or view media 
entertainment (rather than individually experience multiple copies of the same media, as is now 
the trend with iPods and other portable media players).   
• Restaurants and markets should be able to directly share additional information about products or 
wares, beyond just the product itself. Customers should also be able to establish serendipitous 
sharing with one another simply based on being in the store together.  
• Consumers should be free to consult with legal or medical professionals with the sharing of 
private materials (documents, medical histories, accounts), with confidence that their data is 
secure outside of, and after, the visit.  
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Ideally, we would select participants that fit each of these groups and then install our 
program on their existing mobile device. However, due to limited resources and time, we will 
provide the software to a specifically selected class hopefully by the spring of 2011 and see how 
the professor and students' interactions change after its introduction using a survey methodology 
(Graziano & Raulin, 2007). For the other sample groups, we will have to expand our range of 
participants if we have sufficient time. After a trial period of half a semester, the participants 
would take a survey on their general feelings and specific thoughts about various aspects of the 
system, as well as what we can work on to improve the software. We plan on applying for 
Institutional Review Board approval for these surveys as soon as we have determined precisely 
which questions we wish to ask and which students to survey. 
There will be three types of questions in the survey. Closed-item questions (Graziano & 
Raulin, 2007), which limit participants to one of multiple choices, will ask users about 
demographic information (e.g., how they use the program, how often they use it, where they use 
it). Open-ended questions would ask participants about their thoughts on how they would prefer 
the program to change, or what they would like in the final iteration of the program. Scale item 
questions will rank attitudes, preferences, and behaviors of participants pertaining to the 
program, and its use. The use of these three types of questions would allow for a broad spectrum 
of information to draw upon for the advancement of our research. We will also be able to gather 
data from the software application itself, including how often a user shares files, how large the 
files are, and how many users they connect. In addition, the data that we collect from these 
surveys will help us improve our software, as we will be able to see what our users want from 
our application (Atlee & Pfleeger, 2006). We expect that the users will create environments and 




We feel that the internet is inadequate in addressing the specific needs of users within a 
local area and that it does not allow direct connectivity among users who are relevant to each 
other because of their physical proximity. Our project will introduce a new way for people to 
connect to individuals, businesses, and communities around them that cater to their respective 
needs. Currently, Wi-Fi Direct is developing the technology that supports our system but we are 
applying it to people on an individual and social level. We are creating an application that uses 
this new technology to cater to the needs of society. This could be very useful in developing 
nations that do not have established infrastructure and connection to the internet. Our technology 
will provide them with a means of connecting to each other without having to rely on a 
centralized system that may be difficult to implement in turbulent times. In addition, the rights 
management portion of our research will provide an unprecedented change in the way that 
people share files. Our implementation of digital rights management will move the power of 
rights management to the people, rather than the large businesses that use them to restrict 









Appendix A – Benefits of Our Methodology 
One benefit of our proposed research methodology is that it is flexible and can be adapted 
easily to accommodate the rapid expansion and innovations in technology. Because this field of 
research develops at an exponential rate, it is crucial that we have an adaptive methodology that 
can be altered as new developments occur in the technology sector. We already expect several 
improvements in networking and mobile operating systems within the three years that our project 
will span. Wi-Fi Direct is scheduled for release in mid-2010 (Foresman, 2009) and Google's 
Android is extending its reach to incorporate new models of smart phones (Metz, 2009). We will 
account for possible changes in market hardware by first writing our protocol for computers 
connecting through traditional Wi-Fi. Another benefit of our product development methodology 
is that we will be able to learn what consumers will potentially want from our application and 
then adjust its functions accordingly through the tracking phase. Our product is meant to be 
adaptive to the needs of its users. While our initial research will tell us how our product's users 
interact with our technology, actually testing and implementing the application in situations 
outside of computer simulations will tell us the most about the utility of our research and how it 








Appendix B – Drawbacks of Our Methodology 
In order to have a presentable and functioning prototype that can be used in case 
situations, the program will have to run independently of any hardware other than the mobile 
devices we choose to use. Our goal is to take this application beyond the computer to develop 
truly mobile direct connectivity, but we acknowledge that it will take time for our application to 
realize this potential. Our product will need to be independently functioning before we can 
release a beta version to groups for testing, and this is the most challenging aspect in moving 
onto the surveying stage. There are many parts to our research and we may not have sufficient 
time to address every research question stated above extensively. Therefore, we will decrease the 
number of groups tested instead of eliminating a research question entirely, as all parts of our 
research are directly correlated. As we proceed with product development, we will reanalyze our 
objectives and modify our methodology as needed. Because we are unsure of what exactly the 
final product will be, it is not possible for us to determine survey questions that we would use to 










Appendix C – Data Collection 
Most of our research data will come from network testing once the application has been 
developed. We will test different networking hardware to determine which is the best suited for 
our pattern of information flow and file-sharing. The data will consist of whether or not 
individual devices will be able to connect to each other using direct Wi-Fi connectivity. 
We will research network connectivity by testing the completed program’s competency 
in allowing direct constant connectivity among individuals. Our data will be measured by the 
number of successes and failures when a computer attempts to connect to the specified network, 
in the form of 0 or 1 data. We will also test the number of different connections that each system 
can support at a given time. Since our final product needs to be able to sustain connections with 
multiple other devices simultaneously, it is imperative that the technology we use for 
development can handle as many connections as possible. Our data for this aspect of the research 
will be in the form of how many connections can be established before the system is slowed 
significantly. Another important capability of the technology we choose for our file-sharing will 
be the volume of data it can send and receive at one time. This data will be measured in kilobytes 
per second. Furthermore, we will look at how our program and its associated file encryption 
capabilities affect the use of system resources on the various devices we plan to develop for. This 
will be measured by looking at memory usage, processor usage, and network card usage. 
Once we have established the correct parameters for our networking framework, we will 
develop a detailed application that incorporates a user interface. This interface will allow users to 
easily create or join existing local networks. We will test ease of use by giving mobile devices 
with the application installed to group of University of Maryland students and surveying them on 
how easily they found that they could interact with each other using our application. We will also 
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take quantitative measurements of the frequency of their sharing occurrences (i.e., occurrences 
per day) and the average file size exchanged. These can be compared to the current average 
(“View of the Data on P2P,” 2009), that of previous file-sharing systems such as Push!Music 
(Hakansson et al., 2008), and our control group. Our control group will utilize current means to 
exchange information without the advent of our product. Unfortunately measuring this in an 
equal fashion would be very difficult, and we will have to resort to simpler methods of daily 
asking participants the amount of emails they sent, phone calls they made, etc.  We can compare 
our findings to the public information of the current consumers average phone and internet usage 
(“View of the Data on P2P,” 2009) to ensure validity. 
To test rights revocation, we will use our system to share a secure file to different mobile 
devices operating on our software just as an average user would. Then we will, as the 
host, revoke the other user's access to this file. This process will be repeated many times with 
different file types and the data will also be measured in the form of a success or failure, for any 
one failure signifies the complete fallibility of the system. We will have to create tests that 
simulate the process in normal day-to-day use and through uses that would intentionally attempt 
to thwart the process (Firesmith, 2003). Any problems we encounter in this testing will have to 








Appendix D – Data Analysis 
  For the first set, data collected from various existing systems (e.g. Bluetooth, ad-
hoc networks, Wi-Fi, WLAN) will be graphed and compared. This set of data will be collected 
primarily through our literature review. Tables and charts will demonstrate the advantages and 
disadvantages of each method. For example, one table will compare the distances that each of 
these can project. As such, Bluetooth's range of tens of feet can be compared visually to Wi-Fi's 
hundreds. No statistical analyses should be necessary beyond calculating means for gathered 
data. Tables and charts will be assembled for factors including broadcast distance, number of 
connections possible, signal strength, computational strength required, and so on. Inferences can 
be made by team members considering the visual data. This analysis will inform the product 
design aspect of the product, and it will have little application outside the scope of the project. It 
can also be used as a marketing tool to help recruit test subjects, as these results will clearly 
display our product's advantages over existing systems. 
            Analysis of the user-interface testing will be primarily qualitative. User comments and 
experiences can be recorded and analyzed. The responses will be coded into positive and 
negative comments and from there categorized into the nature of the comment (Graziano & 
Raulin, 2007). Quantitative analysis will be conducted from the surveys distributed to users. A 
participant can rate a feature on a numerical scale, such as rating the ease of locating a specific 
feature on a scale of one to five. As with the analysis of different network systems, this data can 
be statistically analyzed and placed into tables and charts. Statistical means of responses should 
show the general opinion regarding various features (Knoke, Bohrnstedt, & Mee, 2002). 
Additional analysis can be done using demographic data, such as showing the mean response of 
all students compared with engineering majors. 
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            In order to facilitate analysis of the classroom testing, the software will be designed to 
keep track of how often it is used and for what purposes.  It will do this by storing a series of 
counters that can be read when the devices are returned. Counters will be used for items such as 
number of file transfers, number of networks joined or created, and amount of time that the 
software is active. Participants will be notified of this logging before the study and assured of 
their anonymity. We will also give them the option of whether or not they would like to send 
their data to us, like many other software companies do.  Error report and data sending has been 
an effective way of receiving user feedback and data, without intrusive surveying, for companies 
such as Microsoft. Barring the device being tampered with, data collected this way should be 
extremely accurate. This usage data can be coupled with information about the particular 
user. Thus, we will know, for example, how often a particular second-year computer science 
major receives files. This data will be culled either periodically through the Internet or when the 
device is returned at the end of the study, depending on technical viability. We will use 
descriptive statistical analyses to summarize and chart this usage data, which will reveal how and 
when the software is most useful.  
            The group given the software will also be compared to the control group that does not use 
it. In surveys similar to the user-interface testing surveys, students will record their experiences 
in the class, particularly related to the ease of receiving and sharing class-related documents. As 
above, written responses will be coded and compared, and multiple-choice answers can be 
directly analyzed.  If possible, we will compare the grades in each class, although the data would 
be of limited use with such a small sample and difficult to acquire anyway. From these, we 
will use the t-test and other applicable inferential statistical methods to compare the experiences 
of the two groups (Graziano & Raulin, 2007). These results can be represented in charts that 
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should show whether the software is useful, a detriment, or an insignificant difference. If we 
find, for example, that there is a statistically insignificant difference between the groups and that 
the test group used the software very little, then we can attempt to draw conclusions of the 






















Appendix E – Limitations and Extraneous/Confounding Variables 
           In order to make a simple prototype, we need to base current implementations using 
traditional Wi-Fi over a centralized server.  Although good for modeling purposes and easy to 
work with, these simulations cannot portray entirely the behaviors of an actual decentralized ad-
hoc network (Yinan et al., 2008).  When moving from the simulation to a real physical 
implementation, our group may encounter discrepancies between the real and simulation worlds 
that may mislead our project.  The external validity of these simulations may come into question 
when generalizing our results from simulated centralized network to a real ad-hoc network 
(Graziano & Raulin, 2007).  
       The decentralized nature of ad-hoc networks may present difficulties in security protocols 
and information storage. We plan on having a userID for users of this application so that they 
may have an identity when communicating with others.  However, without a central verification 
system, userID’s may be theoretically changed at anytime prompting confusion and cases of 
identity theft. Our group will have to create the necessary security so that users will not have to 
worry about having their data or identity stolen. 
       There are a few variables that could skew our research results. For example, not all 
members of a class will necessarily be on campus as much as the average University of 
Maryland student. Students who live off campus may use our program less or differently than 
students who live in dorms. Our research is more beneficial if users are within the same general 
area for extensive periods. Because of the limited initial distribution of our product, users will 
not be able to interact with many people around them to the scope that we plan our project to 
eventually reach. They can only interact with those people in the preliminary study that we 
conduct, so off-campus students who are not able to use the application with the on-campus 
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students would give us the perception that they are not using the application because they do not 
like it. Additionally, some students may attend class with greater frequency than others, thus 
limiting the classroom interactions that we would like to observe.  
Students testing our application may also feel obligated to use our product more because 
they were the ones first approached to test it. These subject effects may end up affecting the data 
in unintended ways since our test population may behave differently than they would normally 
for any mobile/desktop application they discover on their own on the internet (Graziano & 
Raulin, 2007). We will have to divide the population into subgroups based upon these 
confounding variables in order to limit the extraneous effects of these variables. 
      Lastly, the type of class we distribute our product to may give us different results based on 
the type of people that are usually in those majors.  For example, distributing our application to a 
more tech savvy audience, such as a computer science or electrical engineering class may give us 
data that reflects a high volume of usage. But another class with students who typically do not 
use gadgets or are not as familiar with electronics may find	   little to no use for that same 
application.  We will have to make sure to evenly distribute our prototype to all types of students 
who are an accurate representation of a typical university setting and not just all computer 
science majors or all Gemstone students.  Picking popular University CORE classes, such as 






Appendix F – Anticipated Results 
Through our project, we expect to find certain networking systems more efficient in 
supporting our needs than the other existing technology we researched and described in our 
literature review. We hope that one of these systems will be sufficient in handling both multiple 
user connectivity and high volume of data transfer. When we find a network system with the 
necessary capabilities, we will adapt our application development to accommodate the structure 
of the system. We expect the survey data to be useful to the progression of our application to 
public release, and that it will accurately demonstrate the needs of a wider demographic. We 
hope to find that our application is useful to students and faculty in increasing productivity and 
connectivity to their local environment and peers.  
As a result of our research, we hope to create a system where users can share information 
securely and conveniently on a local level without the hassle of physical hardware such as flash 
drives. Ultimately our goal is to create a completely mobile, location-based network that the user 
can hold in his or her hand. Realistically, during our time with Gemstone, our product will 
progress to the stage of connecting student's notebooks to others in their general vicinity. This 
progression is likely because of the relative strength of connectivity capabilities of computers to 







Appendix G – Budget 
           Since our initial prototype will be programmed on conventional computers, we will 
have few initial costs. We intend to use as much open-source code as possible, given that such 
code is freely available for our use. We intend on outsourcing at least some labor to University of 
Maryland’s Software Engineers at Maryland (SEAM) program directed by our mentor Dr. Jim 
Purtilo. Due to our team’s limited manpower and experience, SEAM would write the complex 
parts of our software. Because Dr. Purtilo runs the program as a class, we would not have to pay 
the people that work on our code any compensation for their work. 
            Since we will be working with advanced technology, we may need to purchase new 
products that have the new technology. The average consumer notebook today can be bought 
for under $500 (“Dell Laptops / Notebooks” 2009). Wi-Fi Direct should become a standard 
technology in notebooks when it is released so we believe that notebooks with that technology 
will fall in the average range. 
            When we begin to distribute our program, we may have to purchase dongles with the new 
Wi-Fi Direct technology to distribute to our focus group if they have computers that do not 
already have the technology as part of its hardware. In order to avoid this cost, we will look to 
work with freshmen since they are the group that is most likely to have the newest technologies. 
            When we begin the mobile program part of our project, we will need to purchase several 
smartphones in order to test a mobile prototype of the program with actual pieces of hardware. 
We intend to work with the Google Android operating system for smartphones. As Google 
Android has only recently began to spread across the major phone networks, smartphones with 
Google Android vary in price. Recently, Verizon Wireless released the Motorola Droid and 
priced the phone at $199.99 with a new two-year contract. Given that we do not intend to spend 
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money on the actual service, we will examine purchasing one to two unlocked Android phones, 
which cost $559.99 each, according to the Motorola Store (“Droid”, 2009). There is also an 
Android emulator, which is free of charge, and we will be using this to test our program on 
computers (non-mobile devices). [also ACER - http://us.acer.com/ac/en/US/press/2011/23046 ] 
    We also have created a contact within Microsoft through the Imagine Cup Program and 
the Robert H. Smith School of Business. He is more than willing to provide us with free 
hardware and development tools through Microsoft. These will allow us to experiment with 
multiple platforms in the creation of our product.   
            In addition to the $300 that the Gemstone Program provides to us every year, we will 
look at outside sources of funding. A potential source of on-campus funding is the Dingman 
Center for Entrepreneurship at the Robert H. Smith School of Business. At the end of every 
month, the Dingman Center holds a competition for $2,500 worth of funding to the winning 
start-up proposal. Since we will be on campus for at least eight months, we will have at least 
eight attempts at winning the $2,500 competition (“Dingman”, 2009). The Dingman Center also 
awards $17,500 to the winner of their annual Cupid's Cup Business Competition, $7,500 to the 
second place winner, and $2,500 to the "people's choice" winner. 
 
Product  Cost  
New Computer  $600-800  
Phone with Android OS (2)  $599.99 x 2  
Dongles (100)  $20x100  
Total Cost of Expected Purchases  $2000-2200  
   
44 
 
Appendix H – Timeline 
In fall 2009, we thought of the project and narrowed our vague idea into a specific, 
feasible project.  We then brainstormed how to make this project marketable while still fitting the 
Gemstone requirements.  Once our project concept was finalized, we drafted a specific 
methodology to follow throughout the next three years.  After feedback was received for this 
methodology, we began drafting the final Team Proposal, and periodically presented our 
progress to Gemstone.   
We recently began programming learning exercises that will contribute to the completion 
of a final application software. One exercise allows us to upload and download files from a 
server. This is no new technology but it allowed us to learn about the mechanisms behind 
everyday internet transactions. We used PHP, XML, and JavaScript in producing this 
functioning program. Furthermore, we are currently working on a Microsoft Visual Basic 
Application which will act as a graphical front end for this prototype.  
During the early months of 2010, we went through the preliminary stages of preparing for 
entry into the Microsoft’s Imagine Cup. This competition is a great opportunity to receive 
funding, and we have already submitted a business plan for our prototype.  We were unable to 
finish a working prototype for the competition deadline, but it acted as a motivator for our team 
to produce prototype software. We continued to develop more features for this software and  
began investigating the feasibility of porting the notebook compatible prototype to mobile 
devices.  We then designed and constructed our team website at 
http://teams.gemstone.umd.edu/classof2012/flip/Team_FLIP1/Home.html.  Throughout the 
spring and fall semesters of 2010, we polished the prototype and decided which mobile device to 
work on porting the prototype to.  At this point, we plan to begin to start working on an IRB 
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proposal.  Throughout these processes, we will be searching and applying for funding 
opportunities and updating our web site. 
This process of finding funding is planned to continue over the summer after sophomore 
year and into junior year.  Just before junior year starts, we will submit our completed IRB 
proposal.  Junior year, we will begin testing our mobile prototype.   At the same time, the final 
thesis will be outlined and a draft will be started.  Testing of our prototype should be finished by 
or during winter break.  In the spring of junior year, we will finalize the prototype based on our 
data, revise our draft of our thesis, and create a presentation for Undergraduate Research 
Day.  Throughout junior year, we will continue to look for funding and update the web site. 
If testing is not finished by the summer before senior year, we will definitely finish by the 
start of senior year.  Most of senior year will be dedicated to finishing and finalizing our thesis 
paper.  Early senior year, we will also draft our final presentation and invite five or more experts 
to attend our thesis presentation, and continue to make sure our web site stays up to 
date.  Through the winter and spring of our senior year, we plan to finish the thesis and 
presentation, as well as to polish and practice our presentation.  Not long before the thesis 
defense, we will submit our final team information. Our Gemstone experience will end with our 








Timeline by semesters 
Sophomore Year:  
Late August 2009- Concept conceived, narrowing it to a feasible project  
September 2009- Brainstorming how to make the project marketable as well as fitting Gemstone 
requirements  
October 2009- Project idea finalized, methodology drafted  
Late October 2009- Coding begins for the prototype application (notebook)  
November 2009- Begin drafting Team Proposal, present progress to Gemstone  
Early December 2009- Finalize Team Proposal  
December 2009/January 2010- Winter Break, continue coding prototype (notebook), look for 
grants/scholarship opportunities  
February 2010- Submit business plan to Imagine Cup, hopefully finish code for prototype 
application (notebook)  
March 2010- Submit prototype to Imagine Cup, begin investigating the feasibility of porting 
prototype to mobile devices, and begin creating web site  
April 2010- Finalize/polish prototype (notebook), decide what kind of mobile device to attempt 
adaptation of the prototype, purchase mobile devices for testing, continue searching for 
and applying for grants and scholarships, begin working on IRB proposal, finish first 
draft of web site  
   
Junior Year:  
Summer 2010- Work on porting the prototype from notebooks to the mobile device, continue 
searching for and applying for grants and scholarships  
47 
 
August 2010- Submit completed IRB proposal  
Fall 2010- Begin testing mobile prototype (let people use it and survey), continue searching for 
and applying for grants and scholarships, present research and progress at the Fall 
Colloquia, do outline of thesis, begin drafting thesis  
Winter 2010/2011- Continue and finish testing of prototype  
Spring 2011- Finalize prototype, obtain feedback on draft of thesis and revise draft, create and 
present a poster for Undergraduate Research Day  
   
Senior Year:  
Summer 2011- Test final product, collect appropriate data  
Fall 2011- Finish draft of thesis, continue revising thesis, draft presentation, and invite at least 
five experts to attend thesis presentation, make sure website continues to be up to date  
Winter 2011- Finalize thesis, presentation  
Spring 2012- Practice presentation, submit final team information, turn in thesis, defend thesis, 
and make final updates to the team web site  
   
   




Android - Google's open-source operating system for mobile devices  
API - application programming interface; an interface of a specific software that allows other 
software (such as third party applications) to interact with it  
Dongle - a small piece of hardware that connects to a computer, and may be portable  
Driver - A computer program allowing higher-level applications to interact with a hardware 
device 
Emulator – A piece of software designed exactly to simulate another piece of hardware or 
software (e.g. an operating system) 
Encryption - converting data or information into code  
Firmware - something in between hardware and software; like software, it is created from 
source code, but it is closely tied to the hardware it runs on  
IEEE 802.11 Protocol – A set of standards for carrying out wireless communications, of which 
Wi-Fi is an implementation 
Node - any computer or server that is hooked up to a network  
Open Source - software whose source code is freely available to the public  
Packet - a unit of data transmitted over a network  
Rights Revocation - the ability of a file-sharer to revoke rights of access to any shared file  
Tethering - allowing the owner of a file to share a file while still controlling the rights of 
ownership and access   
Unlocked Phone – A mobile phone that is not tied to a specific carrier, allowing it to be used 





Al Turki, R., & Mehmood, R. (2008). Multimedia ad-hoc networks: performance analysis, 561-





Anand, A.; Manikopoulos, C.; Jones, Q.; Borcea, C.; , "A Quantitative Analysis of Power 
Consumption for Location-Aware Applications on Smart Phones," Industrial Electronics, 
2007. ISIE 2007. IEEE International Symposium on , vol., no., pp.1986-1991, 4-7 June 
2007 
 
“Android.  Android open source project. (2009). Retrieved October 21, 2009, from Android 
Source Site: http://source.android.com 
 
Atlee, J.M., & Pfleeger, S.L. (2006). Software engineering: Theory and practice. Upper Saddle 
River: Pearson Prentice Hall.  
 
Aziz, A.; Starobinski, D.; Thiran, P.(2010); , "Understanding and Tackling the Root Causes of 
Instability in Wireless Mesh Networks," Networking, IEEE/ACM Transactions on , 
vol.PP, no.99, pp.1, 0 
 
Baraghimian, T.; Young, M.; , "GeoSpacesTM-A virtual collaborative software environment for 
interactive analysis and visualization of geospatial information," Geoscience and Remote 
Sensing Symposium, 2001. IGARSS '01. IEEE 2001 International , vol.4, no., pp.1678-
1680 vol.4, 2001 
 
Bhuiyan, T.; Yue Xu; Josang, A. (2008). Integrating Trust with Public Reputation in Location-
Based Social Networks for Recommendation Making. Web Intelligence and Intelligent 
Agent Technology, 2008. WI-IAT '08. IEEE/WIC/ACM International Conference on. 
vol.3. no. pp.107-110, 9-12 Dec. 2008 
 
Bosch, T.E. (2009). Using online social networking for teaching and learning: Facebook use at 
the University of Cape Town. Communicatio. 35 (2), 185-200. 
 
 
Boyle, K.R., Huang, T., Kuijken, O., Liu, Z., Roedle, T., Simin, A., Spits, E., & Sun, Y. (2007). 
A multi-band, dual-antenna and antenna interface module system for mobile phones. 
50 
 
International workshop on antenna technology: Small and smart antennas metamaterials 
and applications, United Kingdom, (pp. 53-56). Retrieved November 24, 2009, from 
http://ieeexplore.ieee.org/stamp/stamp.jsp?tp=&arnumber=4227395&isnumber=4227376  
 
Brady, K., Holcomb, L., & Smith, B. (2010). The use of alternative social networking sites in 
higher educational settings: A case study of the e-learning benefits of Ning in education. 
Journal of Interactive Online Learning, 9(2), 151-170. 
 
Buttyán, L., & Hubaux, J.-P. (2003). Stimulating cooperation in self-organizing mobile ad-hoc 
networks. Mobile networks and applications, 8(5), 579-592.  
 
Calabro, K.M., Dally, J.W., Fourney, W.L., Pertmer, G.A., & Zhang, G. (2007). Introduction to 
engineering design: book 9, 2nd ed. Engineering skills and hovercraft missions. 
Knoxville, TN: College House Enterprises, LLC.  
 
Chew, S.H.; Chong, P.A.; Gunawan, E.; Goh, K.W.; Kim, Y.; Soh, C.B.; , "A Hybrid Mobile-
based Patient Location Tracking System for Personal Healthcare Applications," 
Engineering in Medicine and Biology Society, 2006. EMBS '06. 28th Annual 
International Conference of the IEEE , vol., no., pp.5188-5191, Aug. 30 2006-Sept. 3 
2006 
 
Choi, V.Y. (2008). Current applications. Current Anthropology , Vol. 49, No. 1 (February 2008), 
p. 5 
 
Dell Notebooks / Notebooks. Retrieved Dec. 2, 2009, 2009 from 
http://www.dell.com/home/notebooks#subcats=inspnnb&navla=&a= 
 
Dingman Center for Entrepreneurship. Retrieved November 21, 2009, from 
http://www.rhsmith.umd.edu/dingman/ 




Firesmith, D. G. (2003). Common concepts underlying safety security and survivability 
engineering. Pittsburgh, PA: Carnegie-Mellon University. 
 
Folio, R., Cain, J.B., & Kota, S. (2007). Challenges in the verification of mobile systems. 








Fusco, S.J.; Michael, K.; Michael, M.G. (2010). Using a social informatics framework to study 
the effects of location-based social networking on relationships between people: A 
review of literature. Technology and Society (ISTAS), 2010 IEEE International 
Symposium on. vol., no., pp.157-171, 7-9 June 2010 
 
Gralla, Preston. (1998). How the internet works. Indianapolis, IN: Que Publishing.  
 
Graziano, A.M., & Raulin, M.L. (2007). Research methods: A process of inquiry. Boston: Allyn 
& Bacon, Pearson Education. 
 
Hakansson M., Rost M., & Holmquist L. E. (2008). Gifts from friends and strangers: A study of 
mobile music sharing. Push!Music, an analysis. Goteborg, Sweden: Future Applications 
Lab, Viktoria Institute.  
 
Hao Wang; Lijun Zhu; Chin, A. (2010). An Indoor Location-Based Social Network for 
Managing Office Resource and Connecting People. Ubiquitous Intelligence & Computing 
and 7th International Conference on Autonomic & Trusted Computing (UIC/ATC). 2010 
7th International Conference on. vol., no., pp.481-483, 26-29 Oct. 2010 
 
Hung, H. T., & Yuen, S. C.-Y. (2010). Educational use of social networking technology in 
higher education. Teaching in Higher Education, 15(6), 703-714 
 
Huyugen, A., Rutten, P., Huveneers, S., Limonard, S., & Poort, J. (2009). Ups and downs: 
Economic and cultural effect of file-sharing, music, film, and games. Leiden University.  
 
Imagine cup student competition 2010. (2009). Retrieved October 21, 2009, from 
MicrosoftImagine Cup: http://imaginecup.com 
 




Jose, R.; Moreira, A.; Meneses, F.; Coulson, G.; , "An open architecture for developing mobile 
location-based applications over the Internet," Computers and Communications, 2001. 




Jung, D.C., Rhee, H., & Sur, C. (2007). Multi-receiver certificate-based encryption and 
application to public key broadcast encryption. ECSIS symposium on bio-inspired, 
learning, and intelligent systems for security, Edinburgh, United Kingdom, (pp.35-40). 
Retrieved November 24, 2009, from 
http://ieeexplore.ieee.org/stamp/stamp.jsp?tp=&arnumber=4290935&isnumber 
=4290920 





Knobel, M. & Lankshear, C. (2009). Wikis, digital literacies, and professional growth. Journal of 
Adolescent & Adult Literacy , Vol. 52, No. 7 (Apr., 2009), pp. 631-634 
 
Knoke, D., Bohrnstedt, G. W., & Mee, A. P. (2002). Statistics for Social Data Analysis (Fourth 
Edition ed.). Belmont, CA: Wadsworth/Thomson Learning. 
 
Krishnaswamy, Dilip (2008). AWiMA: An architecture for Adhoc Wireless Mobile internet-
Access. Global telecommunications conference,  Retrieved September 21, 2009, from 
http://ieeexplore.ieee.org/stamp/stamp.jsp?tp=&arnumber=4698858&isnumber=4697775  
 
Linwa, A.C.B.; Pierre, S. (2006); , "Discovering the architecture of geo-located web services for 
next generation mobile networks," Mobile Computing, IEEE Transactions on , vol.5, 
no.7, pp. 784- 798, July 2006 
 
McDermott-Wells, P.; , "What is Bluetooth?," Potentials, IEEE , vol.23, no.5, pp. 33- 35, Dec. 
2004-Jan. 2005 
  
Metz, Rachel. (2009, October 21). Review: Motorola's Cliq is a snappy smart phone. Retrieved 




Morvan, M., & Sené, S. (2006). A distributed trust diffusion protocol for ad-hoc networks. 
Bucharest, Paper presented at the Second International Conference on Wireless and 
Mobile Communications. Retrieved  September 22, 2009, from 




Rashid, R.A., &Yusoff, R. (2006). "Bluetooth Performance Analysis in Personal Area Network 




Riva, O., & Kangasharju J. (2008). Challenges and lessons in developing middleware on smart 
phones. IEEE pervasive computing, 23-31. 
  
Rodriguez, M.D.; Favela, J.; Martinez, E.A.; Munoz, M.A.; , "Location-aware access to hospital 
information and services," Information Technology in Biomedicine, IEEE Transactions 
on , vol.8, no.4, pp.448-455, Dec. 2004 
 
Safran, C.; Zaka, B.; , "A Geospatial Wiki for m-Learning," Computer Science and Software 
Engineering, 2008 International Conference on , vol.5, no., pp.109-112, 12-14 Dec. 2008 
 
Schach, S. R. (1996). Software Engineering with JAVA (1 ed.). Chicago: Irwin. 
 
Chu, S., & Kim, Y. (2011). Determinants of consumer engagement in electronic word-of-mouth 
(eWOM) in social networking sites. International Journal of Advertising, 30(1), 47.  
 
Sharafeddine, S., & Maddah, R. (2011). A lightweight adaptive compression scheme for energy-
efficient mobile-to-mobile file sharing applications. J. Network and Computer 
Applications, 34(1), 52-61. 
 
Sommerville, I. Software Engineering (Eighth Edition ed., pp. 840). New York: Addison-
Wesley. 
Sozer, H., Tekkalmaz, M., & Korpeoglu, I. (2009). A peer-to-peer file search and download 
protocol for wireless ad-hoc networks. Computer communication, 32(1), 41-50.  
 
Su, B., & Hischke, S. (2003). The Role of Ad-hoc Networking in Future Wireless 
Communications. International conference on communication technology proceedings, 
2003. ICCT 2003. 2, 6.  
Trusov, M., Bucklin, R. E., & Pauwels, K. (2009). Effects of word-of-mouth versus traditional 
marketing: findings from an internet social networking site. Journal of marketing, 73(5), 
90-102.  
 
“Twitter power: tweets as electronic word of mouth.” Journal of the American Society for 
Information Science and Technology, 60(11), 2169-88. Retrieved November 11, 2009, 




van de Wijngaert, L., & Bouwman, H. (2008). Would you share? Predicting the potential use of 
a new technology. Conference Papers -- International Communication Association, 1-22.  
 
“View of the Data on P2P File-sharing Systems.” (2009). Journal of the American Society for 
Information Science and Technology, 60(10), 2132-41. Retrieved November 11, 2009, 
from Library Lit & Inf Full Text database. 
 
Vladar, A., & Fife, E. (2010). The growth of mobile social networking in the US. Intermedia, 
38 (3), 30-33. 
 
Wi-Fi Alliance. (2009, October 14). Wi-Fi Alliance® announces groundbreaking specification to 
support direct Wi-Fi connections between devices. Retrieved October 21, 2009, from Wi-
Fi Alliance: http://www.wi-fi.org/news_articles.php?f=media_news&news_id=909  
 
Xiao, Y., & Pan, Y. (2005). Wireless LANs and Bluetooth. New York: Nova Science Publishers, 
189-206.  
 
Yang, Chia-Han; Ming-Ying Wu; Chien-Min Lin; Don-Lin Yang; , "Implementation of Wiki-
Based Knowledge Management Systems for Small Research Groups," Intelligent 
Systems Design and Applications, 2008. ISDA '08. Eighth International Conference on , 
vol.2, no., pp.346-349, 26-28 Nov. 2008 
 
Yinan, J., Song, Y., Xueping, W., & Weiwei, S. (2008). 802.11-Based multihop ad-hoc network 
implementation. Paper presented at the 4th International conference on wireless 
communications, networking and mobile computing. Dalian: WiCOM '08.  
 
Zen, H., Habibi, D., & Ahmad, I. (2008). Self-restraint Admission Control for adhoc WLANs. 
[Electronic version]. ATNAC. Retrieved September 21, 2009, from IEEE Xplore 
database.  
 
Zhang, X., & Riley, G. F. (2005). An On-Demand Bluetooth Scatternet Formation and Routing 
 Protocol for Wireless Sensor Networks. Proceedings of the sixth international 
conference  on software engineering, artificial intelligence, networking and 
parallel/distributed  computing and first ACIS international workshop on self-
assembling wireless networks, Towson, MD. Retrieved September 21, 2009, from 
http://ieeexplore.ieee.org/stamp/stamp.jsp?tp=&arnumber=1434921&isnumber=30915   
 
Zittrain, J. (2006). The generative internet. Harvard Law Review , Vol. 119, No. 7 (May, 2006), 
pp. 1974-2040 
