Purpose: Facebook continues to grow in popularity among adolescents as well as adolescent researchers. Guidance on conducting research using Facebook with appropriate attention to privacy and ethics is scarce. To inform such research efforts, the purpose of this study was to determine older adolescents' responses after learning that they were participants in a research study that involved identification of participants using Facebook. Methods: Public Facebook profiles of older adolescents aged 18 -19 years from a large state university were examined. Profile owners were then interviewed. During the interview, participants were informed that they were identified by examining publicly available Facebook profiles. Participants were asked to discuss their views on this research method. Results: A total of 132 participants completed the interview (70% response rate); the average age was 18.4 years (SD ϭ .5); and our sample included 64 male participants (48.5%). Participant responses included endorsement (19.7%), fine (36.4%), neutral (28.8%), uneasy (9.1%), and concerned (6.1%). Among participants who were uneasy or concerned, the majority voiced confusion regarding their current profile security settings (p ϭ .00). Conclusions: The majority of adolescent participants viewed the use of Facebook for research positively. These findings are consistent with the approach taken by many U.S. courts. Researchers may consider these findings when developing research protocols involving Facebook.
Our findings indicate that the majority of older adolescent participants viewed the use of Facebook in a research study positively. These findings are consistent with current legal approaches and can provide guidance to researchers when considering Facebook research protocols.
Social networking sites (SNSs) are extremely popular, particularly among adolescents and young adults [1] . It is estimated that up to 98% of U.S. college students maintain an SNS profile [2, 3] . Currently, the most popular SNS is Facebook, which recently surpassed Google as the most frequently visited site on the Web [4, 5] . Facebook allows profile owners to create an online profile including displayed personal information, to communicate with other profile owners on the SNS, and to build an online social network by "friending" profile owners. Profile owners choose among available profile security settings to determine how much of their information to display online. Profile security settings can be "public" (e.g., allowing open access to the profile to any SNS user) or "private" (e.g., limiting some or all profile information access to online friends). "Private" profile security settings can limit access to the entire profile, or settings can be customized to limit access to certain profile viewers or to particular sections of the profile.
Increasingly, SNSs are being used for research to investigate adolescent and young adult behaviors and personality [6] . The nature of SNSs allows large amounts of identifiable information to be revealed and disseminated and, thus, collected as data [7] . Previous studies have examined adolescents' health behaviors displayed on SNSs both individually and distributed within online social networks [8 -10] . As studies have evaluated publicly displayed information that is often personal, such as substance use or sexual content, concerns have been raised regarding protecting the privacy and confidentiality of research participants [3, 8, 10, 11] . Further, SNSs are now being used for participant recruitment purposes as well as data collection purposes.
Researchers have sought guidance in pursuing this research in a manner consistent with ethical and legal principles. Ethical and legal concerns regarding collection of data from SNSs have been explored in a handful of articles and legal cases [12] [13] [14] [15] . Courts have ruled that a person should have no reasonable expectation of privacy in writings that are posted on a social networking Web site and made available to the public [16] . Little is known about views of adolescents themselves who are Facebook research participants. This information could assist researchers in developing research protocols that limit concerns about privacy for adolescent research participants.
Many SNS users state that privacy issues regarding displayed profile content are important to them; yet, users still choose to display large amounts of personal information [17] . A previous study evaluated college students' views regarding privacy and information sharing and found that students perceived that they disclosed more information about themselves on Facebook than in offline life, but that information control and privacy were important to them [17] . In another study, users claimed to understand privacy issues, but still reportedly displayed large amounts of personal information. Participants explained that privacy risks were ascribed to other SNS users rather than to oneself [18] . Similarly, an Australian study found that Facebook users felt that the risk of a privacy violation to them personally was very low, or were not aware of privacy issues [19] . However, a study evaluating college students' reactions to updated security settings on Facebook found that the majority of respondents were upset over privacy policy changes because of a perceived loss of privacy control, even though there was no increase in the amount of information that was exposed [7] . Thus, although many SNS users report concerns about privacy issues, not all act on these concerns, and some SNS users may not completely understand currently available privacy settings.
As researchers who use SNSs, we have occasionally heard concerns raised by human subjects committees and other researchers regarding privacy issues in conducting research in this setting. Given these privacy concerns, questions about the appropriateness of researchers' use of Facebook to collect information or contact participants require attention. To date, no study has evaluated participants' views on these topics. As part of an ongoing study assessing college student alcohol use, the objective of this study was to determine older adolescents' responses after learning that they were participants in a research study that involved identification of participants using Facebook. Our goal was to illuminate findings for other researchers who may have experienced similar concerns in their own SNS research.
Methods
This study was conducted between November 1, 2009 and July 1, 2011 and received Institutional Review Board (IRB) approval from the University of Wisconsin.
Setting and subjects
This study was conducted using the SNS Facebook (http:// www.Facebook.com). Facebook was selected because it is the most popular SNS among our target population of older adolescents [3, 4] . We investigated publicly available Facebook profiles of freshmen undergraduate students within one large state university Facebook network. To be included in the study, profile owners were required to self-report their age as 18 -19 years and provide evidence of Facebook profile activity in the past 30 days. We only analyzed profiles for which we could contact the profile owners to invite them to the interview by calling a phone number listed in the university directory or on the Facebook profile.
Data collection and recruitment
We used the Facebook search engine to search for profiles within our selected university's network among the freshmen undergraduate class. This search yielded 416 profiles, all of which we assessed for eligibility. The majority of profiles were ineligible because their profile owners were incorrectly included in search results, as their age was not 18 or 19 years (N ϭ 36). Other excluded profiles had no contact information (phone number or e-mail) listed within the university directory or on their Facebook profile (N ϭ 83), or owing to privacy settings (N ϭ 102). Of privacy exclusions, 87 profiles were fully private and 15 profiles had set the Wall section to private. A total of 188 profiles were eligible for evaluation.
Three trained coders evaluated all profiles. As part of an ongoing college health study, the coders viewed all publicly accessible elements of the Facebook profile and recorded basic demographic information such as age and gender. For profiles that met inclusion criteria, profile owners were called on their phone. After verifying identity, the study was explained and profile owners were invited to participate in an interview about college student health. Respondents who completed the interview were provided a $50 incentive.
Interviews
Interviews were conducted one on one with a trained interviewer. After explaining the study and obtaining consent, participants completed several health measures for the ongoing study, including assessments of alcohol, substance use, and mental health. At the conclusion of the interview, participants were asked the following single question: "We identified potential participants for this study by looking at publicly available Facebook profiles of people in the university network. Do you have any thoughts about that?" Interviews were audio recorded and transcribed verbatim.
Analysis
Qualitative analysis was conducted in a two-step process. First, three investigators viewed a sample of transcripts to characterize the interview responses (A.G., L.K., M.M.). We used an iterative process in which transcripts were initially evaluated by each of these three investigators. Then, investigators met to review and reach consensus regarding types of interview responses and on other themes present in the data. At the conclusion of this discussion, it was determined that responses could be categorized into a 5-point Likert scale. Consensus was reached that the scale would include a rating of 1 that represented "strongly dislike" of the method, such as concern or anger on the part of the respondent. A score of 2 represented "somewhat dislike," an expression of uneasiness with the method. A score of 3 represented neutral or "don't know" responses. A score of 4 represented a "somewhat like" of the methods, described as "ok" or "fine." A score of 5 represented "strongly like" the method, such as an endorsement of the method for future studies. A second theme noted was that several participants discussed confusion about their own profile security settings.
In the second stage of analysis, this Likert rating scale was applied to the full data set by two investigators (A.G., L.K.). These investigators then evaluated each transcript, and provided a supporting quote for the rating. Coders were further asked to document whether statements expressing concerns about profile privacy security were discussed. Dissention between ratings was resolved by a third investigator (M.M.). Inter-rater agreement was 93%.
Quantitative analysis included descriptive statistics from the Likert scale; logistic regression was used for predictive modeling.
Results

Subjects
A total of 132 participants completed the interview (70% response rate); the average age was 18.4 years (SD ϭ .49); our sample included 64 male participants (48.5%); and most participants were white (91.7%) ( Table 1) . Overall, participant responses regarding their experience and views regarding being a Facebook research participant were distributed across all categories, with most in the neutral or "fine" category ( Figure 1 ). There were no gender differences in the distribution of response categories. 
Strongly like or endorse
Somewhat like or "fine"
Most respondents, 48 of the total (36.4%), expressed being fine with the experience of being a Facebook research participant. Participant responses in this category included comments that they were accepting of the method we had used in this study, but did not specifically mention enthusiasm about the use of Facebook as a research tool overall. Examples of individual participants' responses within this category included: "It's on the internet and it's there for people to see, so it's fine with me." "Well, I mean Facebook is pretty much open to anyone, so as long as it's not for a bad intention I think it's fine."
Neutral or "I don't know"
A total of 38 respondents (28.8%) were neutral or had no specific comments about using Facebook for research purposes. Participant responses in this category included participants who stated they had no comment, or "I don't know." Participants who gave general comments about their use of or experience with Facebook, but who did not answer the question about their thoughts on the recruitment method, were also grouped in this category. Examples of individual participants' responses within this category included: "I don't know, I don't really have anything to say about that." "(Shrugs) whatever." "Before I came [to college] my Facebook was really private, like you couldn't even search for me I had to search for you. My mom made a Facebook and couldn't find me."
Somewhat dislike or uneasy
Some respondents, 12 of the total (9.1%), fit the category of being uneasy regarding their experience as a Facebook research participant. Participant responses in this category included comments about being uneasy, or unsure if it was ok. Examples of individual participants' responses within this category included: "I do feel like in some ways that could be seen as an invasion of privacy, but then again, anything that's on Facebook is public, and people know that." "That sounds kind of weird. I'm not really sure about that."
Strongly dislike or concerned
A few respondents, eight in total (6.1%), fit the category of overt concern about their role as a participant in a Facebook 
Privacy confusion
Overall, 20 participants specifically commented that they did not know that their profiles were public or expressed confusion about whether their profile security settings were public or private. Examples of individual participants' responses within this category included: "Yes, so that means my Facebook is public right now? I don't want that." "I guess I'm surprised because I thought it was private." "I was identified because I was public? Oh I should probably change that (laughs) just because now that I will be looking for, well not a job yet, but potentially, so that could really affect that."
All the participants in the "strongly dislike" category and most of the participants in the "somewhat dislike" category voiced privacy concerns (Table 2) . Thus, participants in either dislike category were more likely to express privacy concerns compared with those who were neutral or positive (odds ratio ϭ 108, 95% confidence interval ϭ 24.5-475.4). Examples of these quotes include:
"I guess it's a little worrying that people could detect that. I guess I didn't even know that mine was public, honestly." "Um, my Facebook shouldn't be public. This is not good news."
There were no gender differences noted among participants who voiced privacy confusion.
Discussion
The immense popularity of SNSs and their contributions to research thus far suggest that they will continue to be popular among adolescents as well as adolescent researchers. Previous work has shown that users claimed to understand privacy issues, and that risks to privacy invasion were assumed to be low [18] . Our study extends these findings by presenting participants with a direct personal experience with SNS research to determine their responses. Findings suggest that the majority of older adolescent participants viewed the use of Facebook in a research study positively.
One reason for participants' positive attitude may be that participants do not perceive personal risks to disclosing large amounts of information. It is thought that a combination of high gratification and a psychological mechanism similar to thirdperson effect leads to an overall relaxed attitude toward privacy of information shared on SNSs [18] . An alternative explanation may be an enhanced understanding by today's older adolescents that Facebook is a public space. Several of our participants' comments suggested that the burden of public information disclosure lies in the hands of the profile owner. This attitude may be related to experience and comfort with navigating SNS profile security settings. As Facebook was founded in 2004 and opened to the public a year later, it is possible that some of our participants have maintained a Facebook profile since beginning high school and are comfortable with the public nature of the Web site [20] .
Recent state and federal court cases reflect the general perception that information posted on an SNS should be viewed as widely available. This issue often arises in the course of discovery, a pretrial phase of litigation when a party seeks disclosure of SNS pages posted by the opposing party. When the opposing party refuses to disclose such pages, courts must assess whether the opposing party has a reasonable expectation of privacy in the pages such that disclosures is unwarranted. A reasonable expectation of privacy is in turn defined as an expectation that society is prepared to recognize as objectively reasonable given the facts of the case [21] .
Courts generally find that profile owners do not have a reasonable expectation of privacy in their SNS pages, not even in pages they have deleted or marked as private. For example, in Romano versus Steelcase (2010), defendant Steelcase, Inc. sought disclosure of plaintiff Romano's Facebook and MySpace pages, including private and deleted pages, to rebut Romano's claims that Steelcase had injured her [15] . The court granted Steelcase access to these pages, finding that Romano had no reasonable expectation of privacy in this information. The court noted that, in general, a person has no reasonable expectation of privacy in information that has been shared with another person online. Further, the court noted that MySpace and Facebook privacy policies plainly warn that privacy settings cannot guarantee users that the information they post will remain private, and that users should recognize that this information may become publicly available, notwithstanding the users' privacy settings. The court stressed that information sharing is the "very nature and purpose of these social networking sites else they would cease to exist." Another court similarly concluded that users logically lack a reasonable expectation of privacy in their own MySpace postings, especially when the user intends the posting to be public [16] . The public nature of SNS pages has become a generally accepted principle of law (92 A.L.R. 5th 15, §4.5). Although it is unlikely that college student participants are uniformly versed in the legal implications of posting information on Facebook, findings suggest that profile owners most often do view Facebook as a public repository of information willingly disclosed by profile owners.
It is important to note that some participants expressed concern regarding their participation in a research study using Facebook. However, many of the participants who expressed such concerns also expressed confusion about their current profile security settings. It is possible that these participants' negative reactions were rooted in concerns regarding their understanding of their profile security settings. SNS users' perception of risk in information disclosure can be mitigated by their trust in the network provider and availability of control options [22] . Thus, learning that their information was not as private as they thought may have generated negative reactions by lowering trust in the network provider as well as a perceived loss of personal control over privacy. Therefore, it is unclear whether the discomfort expressed by participants was directed toward being identified as a research participant, or being identified by anyone beyond their online "friends." Our study findings are limited in that we only examined publicly available profiles on one SNS. Therefore, we cannot generalize to the context or validity of profiles that were set to private, or to profiles on other SNSs. As our study was conducted in the context of an ongoing study evaluating college student health, it is possible that responses to our question may have been more negatively biased. Participants may have reflected on their own alcohol use or mental health, or displayed health references on their SNS profile, and thus felt increased concern about a researcher viewing the SNS profile. Further, this study was conducted at one institution; generalization to other schools or age-groups is not warranted. However, our response rates and data suggesting that the vast majority of college student have an SNS profile support our results as representative of this institution [2, 3] .
Despite these limitations, our study has important implications. To our knowledge, this is the first study to explore participants' reactions to direct experience with Facebook research methods. There are several ways in which these findings could be used to enhance SNS research methods. First, researchers should consider that most participants reported feeling positive about using Facebook for research. Several participants reported an explicit understanding that Facebook profiles that are public are indeed publicly available. Our intent is not to disregard the critical need for confidentiality and respect for privacy in both adolescent health care and research [23] [24] [25] . However, our findings indicate that publicly available Facebook profiles of older adolescents are viewed as public spaces by both the adolescents themselves as well as the legal system. Given the knowledge gap that currently exists in understanding adolescents' interactions with social media, a recent report by the RAND Corporation called for additional research such as content analyses to inform both theory and practice [26] . We hope our findings will promote further research in social media toward these shared goals. Because human subjects committees frequently use legal cases to provide guidance in their approach toward protocol reviews, our findings and related court cases may assist researchers who are considering writing protocols for Facebook research.
Second, researchers should acknowledge that not all participants were positive about their experience with SNS research. Therefore, we should continue to enhance our approaches using SNSs for research toward improving participants' understanding of information sharing. To promote a greater understanding of information sharing in a research setting, researchers could consider whether participants would go as far as "friending" a researcher such that Facebook information would become mutually accessible and information sharing would be understood by both parties. Another option is to consider e-mailing research participants before data collection to allow them to "opt out"; however, this may be in contrast to currently understood terms regarding observation of public information. Another consideration is to send a notification e-mail to profile owners after data collection is complete to explain the study and that data will remain confidential. The current study did not specifically discuss these options with participants to determine their views, and further study is needed before such recommendations can be universally adopted.
Third, a current question facing researchers is how SNS information displays may differ based on whether the profile is private or public, particularly regarding personal or stigmatizing information such as substance use. Based on our findings, researchers should consider that some public profiles may belong to profile owners who believe that the profile security is set to private. Thus, it is possible that the information displayed on public profiles is more similar to private profiles than previously suspected.
In conclusion, findings from this study placed in context of previous work from medical, social science, and legal perspectives may provide useful strategies for researchers to create sound research protocols. Ongoing research on the ethics of SNS research is needed as technology and culture continues to evolve [12, 14, 27, 28] .
