Introduction
This chapter describe VoIP system for the enterprise network (e.g. company, university) based on Asterisk(http://www.asterisk.org). Asterisk is a kind of open source software to implement IP-PBX system and supports various necessary protocols to realize the VoIP system such as SIP, H.323, MGCP, SCCP. First the main ideas and development process are described based on the VoIP system that we have developed by using Asterisk in the Intranet environment. Then the new scheme to realize high security by using Open VPN is described when developing the large scale enterprise network.
Basic idea
The following are the main requirements to develop the VoIP system for the enterprise network (Yamamoto et al., 2008) a. Scalability
In the environment of the enterprize network, it is not easy to anticipate the traffic because there are lots of uncontrollable factors. So developing various scale systems based on the same architecture is necessary to meet the unpredictable change of traffic. b. Cost
It is obviously desirable to develop the system at reasonable cost because generally the budget is rather limited. c. High security Also obviously high security is indispensable. Considering the above requirements, the following are our basic ideas. a. Developing VoIP system by using 
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When we develop the large scale enterprise network by connecting multiple Asterisk servers located in different sites based on Asterisk proprietary protocol (i.e. IAX2), some method is necessary to realize the high security because the voice data among sites is not encrypted. For this purpose we have introduced a new scheme to establish VPN by using Open VPN.
Overview of Asterisk
Asterisk is a kind of open source software executed on Linux to implement IP-PBX system and support various VoIP protocols such as SIP, H.323, MGCP, SCCP. It can be connected with IP network and also can be connected with the existent telephone networks via analog/digital interfaces. Fig.1 shows the architecture of Asterisk. Channel portion in Fig.1 consist of various logical communication interface modules and Application portion consist of the additional PBX service modules. In the following the main modules of the channel and the application are described. (Fig.3 ) Asterisk can connect with existing SIP servers. When SIP server is located in the same network, it is easy to connect with each other. When SIP server is located in the different network (e.g. SIP server located in ISP network across Internet), it is possible to occur the NAT problem because the payload of SIP message can contain private information like private IP address. But even such case it is possible to connect with SIP server if we have selected some appropriate method to solve the NAT problem.
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Development process of VoIP system
In this section the detailed development process about the VoIP system we have developed is described.
Basic development process a. DAHDI compile and install
First of all Asterisk should be installed, but before that it is necessary to complete the DAHDI compile and install. Also it is necessary to define the channel file(e.g. /etc/asterisk/sip.conf in case of SIP, /etc/asterisl/chan_dahdi.conf in case of DAHDI, ip /etc/asteridk/iax.conf in case of IAX2). Fig.9 shows the call processing flows amoung channels. d. Define SIP Terminal As described previously, /etc/asterisk/extensions.conf and /etc/asterisk/sip.conf should be defined when SIP terminal is used. Fig.10 Then the Dial Plan is defined for each SIP terminal by editing /etc /asterisk / extensions.conf. There is no context to describe Dial Plan in the example in Fig.10 , so the default context is used. Thus it has been possible between 1000 SIP terminal and 1001 SIP terminal by using Asterisk server as the SIP server. When the Dial Plan is defined in extensions.conf as shown in Fig.12 , the call to 1 will be terminated to the terminal connected with port 1 and the call to 0 will be terminated to the port 4 (i.e. PSTN). That is, originating call to 0 means the call to connect ouside PSTN. When the call from PSTN should be terminated to the port 4, incoming context is defined in the extensions.conf as shown in Fig.13 . When the called user is absent or busy, voice message can be kept as the voice mail. In order to start the voice mail service, first the mail box is defined in /etc/asterisk/voicemail.conf as shown in Fig.22 . 1000 and 1001 show the numbers of mail boxes, and telephone number is used usually as the number of mail box. 1212 and 2875 in Fig.21 show the passwords.
[default]
1000 => 1212,SIP User1 1001 => 2875,SIP User2 shows that Asterisk will perform automatic response processing. The function of Background shows that the voice file of vm-enter-num-to-call will be played and that the control signal from the terminal can be processed even during the voice response. Playback is also a kind of function to play the voice file, but the user's signal cannot be processed during the voice response. WaitExtern is a function that suspend the signal processing for the defined time.
[default] It is developed by using oSIP2 (http:// www.gnu.org/software/osip) and eXosip2 (http://www.antisip.com/as/en/products.php ) libraries in GNU, and has the SIP client function, SDP control function and the function to invoke the external process as child process. In the Asterisk server1, OpenVPN is registered as the external process and sip_app send the REGISTER message to SIP server (1). In the Asterisk server2, sip_app send the REGISTER message to SIP server (1) and send INVITE message to the Asterisk server1(2, 3). Asterisk server1 invoke the OpenVPN as the server mode (4) and reply 200 OK after inserting the necessary connection information into "a" record in SDP (5,6). Asterisk server2 invoke OpenVPN as the client mode after getting the necessary information from "a" record in SDP (7). OpenVPN in the Asterisk server2 communicate with OpenVPN in the Asterisk server1 and VPN between two servers has been established(8). Table 1 shows the values of SDP at the process (6) in Fig.26 . Record "m" shows media type (i.e. application/VPN) and the kind of protocol (i.e. OpenVPN). Record "a" is used by sip_app to control external process invoke. IP4 in Table1 
Conclusion
This chapter describe VoIP system for the enterprise network (e.g. company, university) that we have developed based on Asterisk which is a kind of open source software to implement IP-PBX system. Through the development and evaluation, we have confirmed that VoIP system based on Asterisk is very powerful as a whole and most PBX functions to be required for the enterprise network can be realized. Compared with the general SIP server, it can be said that Asterisk is more focused on providing basic functions. But Asterisk can connect with SIP server easily, so it is possible to implement the necessary additional functions by just connecting with other outside SIP servers. Also Asterisk can connect with the existent PSTN by using FXO telephony card, so it is possible to be used as the VoIP gateway. When developing the large scale enterprise network by connecting multiple Asterisk servers located in different sites based on IAX2, to realize high security is the issue because the voice data is not encrypted. To solve this issue, we have proposed the method to establish VPN by using Open VPN and have also described the development process in detail.
