When designing a maintenance programme for a capital good, especially a new one, it is of key importance to accurately understand its failure behaviour. Failure mode and effects analysis (FMEA) and fault tree analysis (FTA) are two commonly used methods for failure analysis. FMEA is a bottomup method that is less structured and requires more expert knowledge than FTA, which is a top-down method. Both methods are time-consuming when applied thoroughly, which is why in many cases, they are not applied at all. We propose a method in which both are used in a recursive manner: First, a system level FTA is performed, which results in a set of failure modes. Using FMEA, the criticality of the failure modes is assessed in order to select only the critical system level failure modes. For each of those, a function level FTA is performed, followed by an FMEA. Finally, a component level FTA and FMEA are performed on the critical function level failure modes. We apply our method to a recently developed additive manufacturing system for metal printing, the MetalFAB1 of Additive Industries (AI), and find that the engineers at AI consider the method to be efficient and effective.
Introduction
Advanced capital goods are expensive, technologically advanced systems that are used in the primary processes of their users. When such a system fails, it is thus of utmost importance that the failure is corrected quickly. It is even better to perform preventive maintenance before a failure occurs, which requires good predictions of the failure behaviour of the system. Failure analysis may be difficult when multiple systems have been in use for a while, but is even more difficult for new systems that have not been installed, or only recently.
There exist two methods that are commonly used for failure analysis. The first method is failure mode and effects analysis (FMEA) . It is a bottom-up method, starting at the component level, that is used to find failure modes and map their effects. By adding a criticality analysis, the qualitative FMEA can be extended to a quantitative FMECA (failure mode, effects, and criticality analysis). The second method for failure analysis is fault tree analysis (FTA), which is a top-down method that is used to map the relationships between events such as sub-system failures and their causes. Both methods are very time-consuming to apply thoroughly, which is why that is often not done. However, that means that possible failure modes may not be identified. Section 2 will provide more details on the methods and their shortcomings.
In this paper, we propose a structured method that does not take too much time, i.e., is efficient, while it does enable its users to find all relevant failure modes, i.e., it is effective. The key idea is to apply FTA and FMEA in a recursive manner: First, a system level FTA is performed, which results in a set of failure modes. Using FMEA, the criticality of the failure modes is assessed in order to select only the critical system level failure modes. For each of those, a function level FTA is performed, followed by an FMEA on those failure modes. Finally, a component level FTA and FMEA are performed on the critical function level failure modes. The method is applied to an additive manufacturing system for metal printing (i.e., a 3D printer) that was recently developed by Additive Industries (AI): the MetalFAB1. Figure 4 in Section 4 shows the most popular configuration of this system. Engineers at AI find the method to be efficient and effective indeed.
The remainder of the paper is structured as follows. Section 2 discusses methods for failure analysis and concludes, in Section 2.5, with a more detailed explanation of the contribution of our paper. Next, Section 3 explains the recursive method that we propose. The method is applied to the case of the MetalFAB1 in Section 4. We finally conclude in Section 5.
Failure analysis
In this section, two commonly used methods for failure analysis are introduced: FMEA (Failure Mode and Effects Analysis) in Section 2.1 and FTA (Fault Tree Analysis) in Section 2.2. Subsequently, a review on published work on combinations of FTA and FMEA is discussed in Section 2.3. Section 2.4 discusses the shortcomings of existing methods, and, finally, Section 2.5 describes the position of this paper and its contribution.
Failure Mode and Effects Analysis
FMEA (Failure Mode and Effects Analysis) is a systematic method to map failure modes, effects and causes of technical systems [2] . It is an inductive and bottom-up method, since the analysis starts at the component level where the possible component failure modes are identified and it is examined what the consequences are on a higher level. An FMEA can be applied to a process as well as to a product. Usually, the FMEA is carried out with a diverse team of people with various backgrounds (e.g., mechanical design, software, operations, maintenance) since this increases the probability that all possible failures are identified and the effects properly estimated [15] . The FMEA can be extended to a FMECA (Failure Mode, Effects and Criticality Analysis) by adding a criticality analysis. In this way, the purely qualitative FMEA can be made more quantitative. In FMECA, the criticality of each failure mode is quantified by the risk priority number (RPN). The RPN is the product of three indicators: (1) a severity indicator (S), (2) an occurrence indicator (O) and (3) a detection indicator (D) of a failure. These indicators are usually rated on a scale from 1 to 10 or from 1 to 5 [15] . Standards are available that provide guidelines for the assessment of each indicator, see, e.g., [7] or [3] . The severity of a failure refers to the seriousness of the effect or impact of a certain failure. The severity indicator is rated from low impact (e.g., 1 on a scale 1 to 10) to very high impact (e.g., 10 on a scale 1 to 10). The occurrence indicator of a failure refers to its failure frequency. The occurrence indicator should be rated from unlikely to occur to almost inevitable. Finally, the detectability indicator refers to the likelihood that the failure is not detected before it induces major subsequent effects (e.g., by means of process controls, procedures or operator detectability). The detectability indicator should be rated from almost sure detection to almost sure non-detection. The results of an FMEA/FMECA are usually recorded in a table, such as the Table shown in Fig. 1 . For convenience, in this paper the term FMEA will be used for the generic method, regardless whether it does (FMECA) or does not (FMEA) contain a criticality analysis. 
Fault Tree Analysis
Fault Tree Analysis (FTA) is an alternative method to investigate failure behavior. A fault tree is a logic diagram that represents the relationships between an event (typically a system failure) and the causes of the event (typically component failures). It uses logic gates and events to model how the component states relate to the state of the system as a whole. The commonly used logic gates in FTA are: the (1) OR-gate, (2) AND-gate and (3) inhibit or conditional gate. The commonly used event-types in FTA are the (1) top or intermediate event, (2) basic event, (3) undeveloped event and (4) conditional event. A detailed description of the symbols used in FTA can be found in, for example [12] . Furthermore, the purely qualitative FTA can be extended into a quantitative FTA [2] by adding quantitative information of component reliability (e.g., failure rates). Such a quantitative FTA can be used to determine the reliability of the system using boolean algebra [8] .
Combination of FTA and FMEA
FTA and FMEA can be combined in a failure analysis to gain the individual benefits of both approaches. Two options can be identified: (1) perform both an FMEA as well as an FTA separately or (2) use a mixed approach.
Concerning the first option, some authors argue to use FTA and FMEA complementary to each other [2] . For instance, Bertsche [2] argues that this may expand the number of failure modes found due to the different starting points of both methods: bottom-up in FMEA versus top-down in FTA. However, performing both analyses would be rather time consuming and may lead to a loss of focus on the most critical parts of the system, which the failure analysis typically aims to identify.
Alternatively, one can decide to use a mixed approach that is a combination of FTA and FMEA. This was proposed by some authors. Yu et al. [19] propose a mixed approach in which the FMEA is guided by a FTA. In their proposed approach, the analysis starts with the definition of a system failure event and the construction of a fault tree for a particular system as a whole. Subsequently, the minimal cut set of the fault tree is determined to identify the basic events. Finally, each basic event is analyzed further with FMEA to identify the underlying failure modes of each component. Bluvband et al. [5] propose another combined method of FTA and FMEA which is called Bouncing Failure Analysis (BFA). In BFA, the analysis starts with the definition of the top failure events on the system level, which are callled end effects. Next, a fault tree is constructed to find all possible failure modes on the component level. Subsequently, each identified component failure mode is evaluated in an FMEA and the direct effects to the end effects (called single-point effects) are investigated. Then, the higher order interactions (called double-point, triple-point, etc.) are investigated with an interaction matrix. This allows the analyst to "bounce" back to FTA and create the corresponding fault tree. In this way, the analyst has two representations of the failure behavior. Finally, Han et al. [9] propose a combined analysis method of FMEA and FTA for the safety analysis of critical software. The idea of this approach is similar to the approaches reported in [19] and [5] , but is specifically tailored for the analysis of software. In this paper, the focus is much more on failure analysis of hardware systems, and therefore the work of Han et al. is less relevant.
Related to the discussion of mixed approaches of FMEA and FTA is streamlined Reliability-Centered Maintenance (RCM) [10, 4] . Streamlined RCM is a less rigorous derivative of the original RCM process of Nowlan and Heap [11] . The original RCM is defined as a process used to determine what must be done to ensure that a system continues to do what it should do. Since the complete RCM process is comprehensive, there are attemps to "streamline" the RCM process. Moubray [10] states that a way to streamline the RCM process is to analyse only the critical functions or failures of a system. However, he argues that it is difficult to determine which functions or failures are critical and that gained benefits do not outweigh the extra effort required to distinguish between critical and non-critical failures.
Shortcomings of existing methods
For the failure analysis of a newly developed and highly complex system, the most obvious choice would be to use either a standard FMEA or a standard FTA for the complete analysis. However, that would lead to the following difficulties.
To start with, the use of only an FMEA is considered. FMEA is an inductive and non-structured approach to identify failure modes and design weaknesses. Furthermore, a quantitative measure of risk (the risk priority number, see Section 2.1) can be incorporated in the analysis. FMEA is most effective when it is used in sessions with a diverse team and when the team members have experience with the operation of the machine [2] . For the analysis of a typical new and complex system this offers a number of challenges. Firstly, the failure behaviour of such a new system is not known from practice. Secondly, this type of system is typically large and complex. This means that in a non-structured approach, it may be difficult to define a starting point and maintain a focus on the most critical failures. In addition, the bottom-up approach of FMEA may make it even more difficult to determine "where to search for failure modes" when there is a lack of practical experience. Lastly, when FMEA is applied to a complete system it may be hard to achieve enough depth of analysis to get a full understanding of the failure behaviour.
Instead of only an FMEA, also the deductive and structured FTA can be used as single method to analyze the failure behavior. Although FTA has some advantages over FMEA, it still has some drawbacks when analyzing complex systems. Firstly, the structuredness of FTA is an advantage when a completely new system is analyzed and little practical experience with system failures from the field is available. Due to the structured and deductive reasoning implied in FTA, it relies less on practical experience of the expert as FMEA does. In addition, FTA can also be considered as a more rigorous approach due to the step-by-step reasoning. Secondly, FTA is a graphical method that is easier to interpret and to identify interrelations compared to FMEA and forces the analyst to decompose the system. Thirdly, the complexity of the system under analysis implies that it would be difficult to perform an FMEA over the complete system with enough depth of analysis [19] . This is also the case for FTA, but the analyst may choose to only go deeper into specific parts or branches of the fault tree, which makes FTA a more controllable approach.
Alternatively, a mixed approach of FMEA and FTA can be applied. As discussed in Section 2.3, several authors propose a mixed approach of FTA and FMEA. Both Yu et al. [19] and Bluvband et al. [5] propose to start the analysis with an FTA followed by an FMEA. Yu et al. aim to decompose the failure analysis with FTA into different main components to perform an FMEA on. Bluvband et al. aim to create both a fault tree as well as the FMEA table in one failure analysis. These ideas are interesting, because they enable to combine the strengths of both methods.
However, these methods also possess shortcomings. First, both methods distinguish only between two levels: (1) system level and (2) component level. In large complex systems, one may identify more than two levels. Such systems typically have a layered architecture, which consists of multiple (sub)modules and (sub)assemblies. For such systems application of the methods quickly becomes infeasible. Second, the importance of the level of detail in a failure analysis is not treated with much emphasis, i.e., the methods provide no guidance in what is considered in the analysis and when the analysis is sufficiently detailed. Third, the methods do not possess a feature to focus the analysis on the most critical elements of a machine. Especially for complex systems, the analysis may be comprehensive. For this kind of analyses, one may want to focus on the most critical parts of the system and allocate more attention to these parts. This is related to the efficiency of the analysis, i.e. the required effort for the analysis versus the gained knowledge of failure behaviour.
Contribution
This paper proposes a novel approach for a failure analysis that uses FTA and FMEA multiple times in a recursive way. The approach will be discussed in more detail in Section 3.
The contribution of this paper is a twofold. First, the proposed method explicitly takes into account the importance of the level of detail in a failure analysis. It provides guidance in what is considered in the analysis and when the analysis is sufficiently detailed. This is defined by the level of analysis (refer to Section 3.1). Second, the proposed methodology improves the efficiency of a failure analysis for new complex systems by decreasing the required effort for the analysis while still gaining knowledge of failure behaviour.
Recursive FTA-FMEA
In this paper, a new approach is presented that uses FTA and FMEA multiple times in a recursive way. First, the global structure of the methodology is described in terms of the level of analysis (Section 3.1) and stages in a failure analysis (Section 3.2). Subsequently, the analysis procedure is described in Section 3.3.
Level of analysis
Consider a complex system S with n different functions F i . For the system to perform a function F i , it uses some of the m components in the system. As a result, each function F i cascades into 1 up to m different components C j . See Fig. 2 for a schematic representation of this architecture.
Figure 2: System definition
To analyze the failure behavior of system S, the failure analysis can be related to the different levels in the system, resulting in three levels of analysis: (1) system level, (2) function level and (3) component level. The level of analysis describes the scope and depth of each part of the analysis, i.e., it describes what is considered in the analysis and when the analysis is sufficiently detailed. Decoupling the analyses at the different levels in this manner is advantageous, since it ensures that each part of the analysis has a clear scope and goal which improves the effectiveness of the analysis [2] .
In the method presented in this paper, the level of analysis changes during the failure analysis procedure. Starting on the system level, the system as a whole is considered and the analyst only considers failure modes of the next level of the system, the functions. More specifically, the aim is to analyse functional failure modes. A functional failure mode is defined as a failure mode that describes a failure of a major system function. Then, on the function level, the analysis shifts one level deeper. In this part of the analysis, the analyst again only considers failures of the next level of the system (component level). The analysis now focuses on component failure modes, which describe failures of specific components of system S. Finally, the analysis is targeted on individual components. Now the analyst considers the individual failure modes in a component, which shifts the depth of analysis to failure mechanisms. Failure mechanisms describe the physical mechanisms underlying the failures of parts, components or structures [15] . Table 1 presents an overview of the scope and depth of analysis for each level of analysis.
Stages in a failure analysis
At each level of analysis, the analysis can be split into two different stages: (1) identification of failure modes and (2) assessment of criticality. In the first stage, the aim is to identify faults and failure modes in the system. In the second stage, the aim is to analyse the priority (in terms of criticality) of the identified faults and failure modes. In each level of analysis (refer to Section 3.1), both analysis stages (1) and (2) are present, leading to two types of analyses on each level. Decoupling between the different levels (Section 3.1) in combination with the quantification of the criticality at each level (stage 2 in this section), allows the Failure mechanisms overall analysis to prioritize and focus the analysis on the most critical failures. The first stage of the analysis is the identification of failure modes. We argue that, in our proposed methodology, FTA is preferred over FMEA in this stage. Both FMEA and FTA are applicable, but FTA is preferred because of its (1) structure, (2) reduced dependency on user experience and (3) rigour. Refer to Section 2.4 for a discussion of these advantages. The choice for FTA instead of FMEA in this stage has also two plausible negative consequences. First, a negative consequence of the rigour in FTA is that it can be time consuming. However, in the proposed methodology this is tackled by the decoupling into three parts with each a limited scope; only perform a (detailed) FTA for those functions (in the function level ) and those components (in the component level ) that have a high criticality. Second, FTA lacks of a method for assessment of criticality; an FMEA can be easily extended to an FMECA whereas the FTA does not possess such a feature. This issue it tacked in our approach by performing a separate assessment of criticality after each FTA.
The second stage of the analysis aims to prioritize the identified failure modes in terms of criticality. For this assessment of criticality of the failure modes in each of the different levels, FMEA is the preferred instrument. As stated above, FTA lacks a method to assess the criticality of failure modes. In FMEA a detailed approach is found by means of the Risk Priority Number (RPN). A drawback of the method of criticality assessment in FMEA may be the conservative way of calculating the RPN. In standard FMEA, the RPN is calculated by simply multiplying the three indices for severity, occurrence and detectability. An improvement can be to use weighted RPN numbers [18] or a fuzzy method [17] . Alternatively, a more advanced method can be used to prioritize among failure modes, for example by means of a multiple-criteria decision-making method. The Analytical Hierarchy Process (AHP) is such a method that is especially suitable for complex decisions that involve the comparison of decision elements [16, 6] . In AHP, the decision maker starts with an overall goal, the general objective. That objective can be reached if one tries to maximize a set of different criteria as much as possible. Moreover, for reaching the objective, there are different alternatives considered. This can be captured schematically in a decision hierarchy. Subsequently, based on pairwise comparisons, one can determine weights of each criterium and finally an overall score for each alternative. Refer to [6] for a detailed discussion on AHP. As such, the AHP seems to be a good alternative, but the pairwise comparisons in AHP will be time consuming. Moreover, the definition of the different criteria may be debatable and difficult. In conclusion, we argue that a relatively simple and proven approach by means of FMEA with the simple RPN (in which RP N = S · O · D) is an effective approach for in our methodology.
Analysis procedure
Based on the decoupling of the analysis in terms of level of analysis and stages of analysis a novel failure analysis methodology has been built that integrates the principles of FTA and FMEA. Fig. 3 shows a schematic overview of this failure analysis methodology. Following this scheme, the details of the proposed method are discussed for each of the levels in Sections 3.3.1 to 3.3.3. 
System level
The recursive FTA-FMEA starts with an analysis on the system level.
In the first stage, an FTA on the system level is performed to identify the principal functional failure modes of the system functions, defined as functional failure modes. The initial starting point for a system level FTA is to define a top event for a failure of the system as a whole (system failure mode). This top event has to be defined clearly, because it determines the effectiveness of the whole analysis. The scope of the analysis is the whole system. The depth of analysis is down to the level of functional failure modes. More specifically, a system functional failure mode is defined as a failure of a major system function for which its effects, causes and risk can be estimated. It should not be too broad because then the effects, causes and risk can not be estimated, and it should not be too narrow because in that case it is not describing a major system function.
In the second stage, an assessment of criticality on the identified functional failure modes is performed by means of an FMEA. The goal of the analysis on the system level is to determine the most critical system functions of the system as a whole. A criticality analysis on this level is required to focus the remaining part of the failure analysis only to those functions that have a major effect on a system failure. The starting point for the FMEA is the fault tree obtained from the FTA. With this information, the first three columns of an FMEA sheet (refer to Figure 1 ) can be completed. Subsequently, for each failure mode, the possible local effects, end effects, causes and methods of detection are evaluated. Next, the analyst can determine a severity index (S), occurrence index (O) and detectability index (D) for each failure mode to calculate an RPN (where RP N = S · O · D), see Section 2.1. This results in a rather detailed risk assessment with a quantitative judgement and it provides information on how critical each functional failure mode is. Next, these failure modes can be ranked according to RPN to select the functional failure mode(s) that are the most critical and should be analysed further. How many failure modes are selected for further analysis depends on the time available for the complete analysis and on the goal of the analysis. It is proposed to determine an RPN cut-off value C system to select the functional failure modes for further analysis. C system is then the decision variable that can be used to balance between the required time for the analysis and the extend of the analysis. If C system is lowered, more failure modes are considered and the analysis will be broader, but will take more time, and vice versa. It is recommended to initially set C system not too low to prevent a too comprehensive analysis.
Function level
Next, the analysis shifts one level down to the function level. Again, an FTA is performed for identification of failure modes and an FMEA for assessment of the criticality. The analysis on function level is performed on each of the selected functional failure modes at the previous level (determined by the value of C system ).
In the first stage, the FTA, the top event is a failure of a system function (a function failure mode). The scope of the analysis is the system function and the depth of analysis is down to component failures. Thus, the FTA is sufficient when component failure modes are identified. Subsequently, in the second stage analysis, an FMEA is performed to assess the criticality of each component failure mode. As in the system level analysis, the component functional failure modes can now be ranked according to RPN to identify the most critical failure modes. As for the system level analysis, it is proposed to use a cut-off value C f unction as a decision variable to select critical failure modes for further analysis. In comparison with C system , C f unction is expected to be lower as typically elements lower in the system hierarchy (e.g., components) have a smaller effect on the system reliability than higher level elements (e.g., subsystems). This effect also decreases the criticality of the elements lower in the system hierarchy. Based on a case study (see Section 4), a pragmatic guideline is to determine C f unction in such a way that, for example, no more than 50% of the component failure modes are selected for further analysis. But again, the actual value of C is determined by available time and the objective of the analysis.
The goal of the second stage at this level is to link a critical system functional failure to component failures and assess its impact through a criticality assessment. As such, this analysis provides tangible information on which component failures affect a major system functional failure that may result in a system failure.
Component level
In this third level, the analysis shifts to the deepest level in a complex engineering system: the component level. As in the previous analyses, both an FTA and FMEA are performed. In the first stage, the FTA, the top event is a component failure (a component failure mode). The scope in this FTA is narrowed to the component itself and the depth of analysis is to the level of failure mechanisms. Failure mechanisms are the deepest level of failures that are considered in this paper and describe the physical mechanisms underlying the failures of parts, components or structures [15] , like for example fatigue, wear or overload. This means that the real root cause of the failure is assessed. The second stage analysis at this level then comprises an FMEA of the identified failure mechanisms. Formally this cannot be called an FMEA anymore, as the analysis is now based on failure mechanisms rather than failure modes. However, the procedure is the same as on the previous levels: for each failure mechanism the RPN can be determined and the most critical failure mechanism(s) can be identified. As stated previously, the goal of this final level is to understand the underlying failure mechanisms of a component failure. This knowledge will be particularly valuable in two situations. Firstly, when a root cause analysis is performed to solve a recurring failure, knowledge on the failure mechanism (and governing loads) will assist in finding a suitable solution. This will always be either modifying the design to increase the capacity, or reducing the loads [15, 14, 13] . Secondly, when one wants to design a maintenance policy based on a component's condition (i.e., condition based maintenance), it is required to understand the determinants of this condition. Knowledge of the critical failure mechanism will then guide the selection of sensor type and location, and of the appropriate analysis technique.
Case study: an additive manufacturing system
In this section, a case study of the application of the recursive FTA-FMEA methodology is discussed. First, in Section 4.1 the system under study is described. Second, Section 4.2 discusses the results of the application of the failure analysis. Because of confidentiality and simplification of the discussion, we only show key parts of the results to illustrate the methodology.
Context
The case study is performed in cooperation with a Dutch original equipment manufacturer of industrial additive manufacturing (AM) systems, Additive Industries [1] . The methodology is applied to their most recent metal additive manufacturing system, MetalFAB1. The MetalFAB1 is a modular AM system that consists of several complex mechatronic modules. A picture of the MetalFAB1 system is shown in Fig. 4 . 
Results
In this section the results of the failure analysis are presented. The discussion is divided into three sections: system level (Section 4.2.1), function level (Section 4.2.2) and component level (Section 4.2.3).
System level analysis
First, a system level FTA is performed to identify the functional failure modes. A functional failure mode is defined as a failure of a major system function for which its effects, causes and risk can be estimated. The fault tree analysis on this level is sufficiently detailed as soon as all functional failure modes have been identified. The top event for the system level FTA is a failure of the system as a whole, which is in this case that the MetalFAB1 is not functioning according to the specification. A key part of the resulting fault tree is shown in Fig. 5 . It shows 12 functional failure modes that are identified. In order to find these functional failure modes in accordance with the definition, several intermediate events had to be created with FTA logic [12] . A number of branches is not depicted to simplify the diagram.
Subsequently, an FMEA is performed over the identified functional failure modes. Table 2 shows the resulting RPN values of this analysis. From these 12 functional failure modes, 2 have an RPN of 120, 3 an RPN of 40 and 7 an RPN of 10. Notice that several columns of the FMEA-sheet (see Fig. 1 ) are omitted, since these are not relevant for this discussion. The cut-off value C system is used to select failure modes for further analysis. For instance, if C system = 40, then the top 5 functional failure modes are selected for further analysis, i.e., functional failure mode 2, 3, 4, 5 and 7. These functional failure modes are then analysed further with a function level analysis (see Fig. 3 ).
Function level analysis
The selected critical functional failure modes are analysed further in a two-stage function level analysis. The first stage is the function level FTA, followed by a function level FMEA. Only functional failure mode powder layer deposit failure is analysed further in this case study.
First the function level FTA is performed. This results in the fault tree that is partly depicted in Fig. 6 , in [12] . The analysis is sufficient when component failure modes have been identified. Fig. 6 shows 18 component failure modes that have been identified. A number of branches is not depicted to simplify the diagram. Next, the second stage analysis is performed. Similar to the system level FMEA (Section 4.2.1), a function level FMEA is performed over the identified functional failure modes to prioritize the failure modes. The results are shown in Table 3 . The cut-off value C f unction is used to determine which failure modes should be analysed further. In Table 4 , an analysis on C f unction in relation to the selected critical component failure modes is shown. It shows that, if 32 ≤ C f unction ≤ 200 the number of selected component failure modes is relatively low, i.e., only the most critical failures are selected. If C f unction is chosen lower than 32, for instance C f unction = 16, then almost all components are selected for further analysis (89%). As a result, the efficiency gain of using the proposed recursive FTA-FMEA methodology instead of a traditional complete FTA would be low. This observation was also found in other function level analyses of the MetalFAB1 system (not included in this discussion). The authors suggest a pragmatic guideline to set C f unction in such a way that no more than 50% of the total component failure modes are selected. This ensures that the complete analysis remains focused on the most critical failures and that there is an efficiency gain with respect to a traditional FTA. 
Component level analysis
In this section, the third and deepest level of analysis is discussed, the component level. Analogue to the previous analyses, this is a two-stage analysis. To show the idea of the analysis, the component failure mode recoater blade failure is investigated.
First, the component level FTA is performed to identify the underlying failure mechanisms. The top event is a component failure mode, in this case recoater blade failure. Analogue to the system level and function level FTA, the FTA logic is used to identify all intermediate events that can cause this component Table 5 . These results now provide detailed information on the most critical failures in the system. This information is used in two ways. First, the results of the analysis help Additive Industries engineers to better understand the failure behaviour of the MetalFAB1 system, which they can use to improve the system design. Since the recursive FTA-FMEA approach leads to information up to the level of failure mechanisms, the engineers have profound directions for improvement. For instance, redesign of parts of the system is considered to eliminate or reduce the risk of critical failure modes knowing that they are caused by specific failure mechanisms. Second, the overview of identified failure modes of the system is used by the service and maintenance organisation to develop a (preventive) maintenance programme. For instance, the risk that certain failure modes will occur is reduced by performing appropriate preventive maintenance actions (e.g., regular inspections and/or preventive replacement). 
Conclusion
In this paper, we have proposed a method to perform failure analysis. Fault tree analysis (FTA) and failure modes and effect analysis (FMEA) are two existing methods, that can also be combined. However, the main drawback of applying these methods is that it is time consuming. As a result, the methods are often not applied thoroughly, which can lead to not identifying important failure modes.
The method that we have proposed applies FTA and FMEA in a recursive manner, thus building on proven, existing methods. The key benefits of our method are that it is well structured, does not take too much time, i.e., is efficient, while it does enable its users to find all relevant failure modes, i.e., it is effective. A traditional FMEA of a complex system, for instance a large diesel engine or wind turbine, takes typically a few weeks to complete. However, this highly depends on the people involved (number, skills and knowledge), the number of critical parts in the system, the required level of detail of the analysis and the skills of the FMEA facilitator. The recursive FTA-FMEA framework increases the efficiency in the following way. First, the complete analysis is decoupled into sub analyses that each have a clear scope and required level of detail. Second, between the analyses on system level, function level and component level a priority selection step is proposed. This includes the selection of failure modes that should be analysed further based on an RPN cut-off value.
An application to an industrial additive manufacturing system shows how a company can benefit from the new failure analysis methodology.
Finally, the proposed method can be extended as follows. In Section 3.1, it is argued that complex machinery typically has a layered architecture. In this paper, three levels have been identified (system, functions and components), leading to a decoupling of the failure analysis in three levels. An extension of the proposed methodology could be to decouple between more than three levels. For example, in a complex system one may identify the level of (sub-)modules in between functions and components. It depends on the size of the complete system whether decoupling between more levels makes senses. A disadvantage is that the number of analyses to perform increases the complexity and reduces the efficiency, i.e. if one distinguishes five levels, the consequence is that more separate analyses have to be formed.
