ABSTRACT A medium access control (MAC) protocol is designed to disseminate safety messages reliably and rapidly to improve the safety and efficiency of vehicles on the road in vehicular ad-hoc networks (VANETs). VANETs, which are created by moving vehicles, have specific properties, such as high node mobility with constrained movements and quick topology changes. Hence, MAC protocols should be designed to adapt to the changing data traffic patterns due to vehicle densities in the VANET environment. The latest multi-channel MAC protocols based on IEEE 802.11p and IEEE 1609.4 standards have higher performance than that of single-channel MAC protocols in every key performance indicator. Specifically, the multi-channel MAC protocols, which adapt themselves to different vehicular traffic densities, can guarantee a bounded transmission delay of real-time safety applications and an increased throughput for nonsafety applications. In this paper, we focus on the three following perspectives: First, the multi-channel MAC protocols are studied under saturated and non-saturated data traffic conditions; Second, we study the multidimensional Markov chains (up to three dimensions) used in the MAC protocols; and Third, the considered Markov models are compared with real-life application requirements to improve the existing analytical models and protocol designs. Finally, we summarize our findings and discuss the open issues concerning multi-channel MAC protocols for VANETs as a part of the Intelligent Transportation System. INDEX TERMS VANET, MAC, dynamic interval, Markov chains, safety application, non-safety application.
I. INTRODUCTION
Vehicular Ad-hoc NETworks (VANETs) are used to improve vehicular traffic management and supply onboard infotainments such as Internet access and video streaming. Specifically, VANETs support management, safety application services and user-oriented services [1] , [2] . The main challenges of VANETs are high node mobility with constrained movements and quick topology changes. However, VANETs have certain advantages such as ample available energy and computing power [1] , [3] . The difficulty in VANETs lies in maintaining the connectivity under the frequent topology changes due to locomotion.
To deploy VANETs, vehicles are equipped with communication devices, called On-Board Units (OBUs) and Road Side Units (RSUs), which are distributed among the road for connection between each RSU and/or to the Internet. Based on the OBUs and RSUs, there exists two possible types of communications in VANETs, Vehicle-to-Vehicle (V2V) or Vehicle-to-Infrastructure (V2I), i.e., between vehicles or between a vehicle and an RSU [11] , respectively. To use V2V and V2I communications, the Dedicated ShortRange Communications (DSRC) spectrum is split into seven 10-MHz channels: six Service 1 CHannels (SCHs), and one Control 2 CHannel (CCH) [12] . Although the control and safety messages are short, the assignment of only one CCH for transmitting high priority messages is neither reliable nor efficient for high vehicle density and high safety message traffic. Moreover, according to the coordination schemes, the Wireless Access in Vehicular Environments (WAVE) 3 1 Safety and nonsafety applications. 2 Control information and high-priority short safety messages. 3 WAVE is a mode of operation which is used by IEEE 802.11 devices to operate in the DSRC band [3] [4] , [5] .
standards set a fixed value (i.e., 50 ms) for both the CCH Interval (CCHI) 4 and SCH Interval (SCHI). 5 During the SCH intervals, the vehicles cannot make enough reservations for non-safety transmission due to the restricted CCHI. The DSRC data traffic requirements are summarized in Table. 1 [13] .
One known problem in VANET is that safety messages require reliable and timely data transmissions and credible Quality of Service (QoS) [3] , [11] . Hence, it is necessary to design techniques to solve this problem while supporting a high throughput for non-safety messages. The most important VANET application is to provide safety services, such as precrash sensing, blind spot warning, traffic signal status and timing, and road surface type [14] , [15] . The safety applications require the rapid and reliable broadcast of safety messages. The Medium Access Control (MAC) plays a critical role in providing an efficient broadcast service. In the Physical layer, the IEEE 802.11x standards define different data rates, bandwidth, and techniques (e.g., Direct Sequence Spread Spectrum (DSSS), Frequency Hopping Spread Spectrum (FHSS) and infrared), as shown in Fig. 1 [6] , [7] . However, in the lower MAC layer, the IEEE 802.11 working group considers two different medium access methods: Distributed Coordination Function (DCF) and Point Coordination Function (PCF). The PCF is a centralized MAC protocol able to support collision free and time bounded services (e.g., real-time audio or video) [16] . On the other hand, the DCF uses Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA) to avoid interference and collision among different nodes. IEEE 802.11p has been standardized for VANETs with Enhanced Distributed Channel Access (EDCA), which is an enhanced variant of DCF. 4 A specified periodic interval of time with respect to Coordinated Universal Time (UTC) [12] 5 A recurring time interval during which a device using alternating channel access will tune to an SCH and outside of which the device will tune to the CCH [12] . [8] - [10] .
The main differences between DCF and EDCA are the duration of Arbitration Inter-Frame Space (AIFS) and the size of Contention Windows (CWs), as shown in Table 2 [8] , [9] . Note that the EDCA parameters for each of the ACs are either set to a default in the standard, or are established via over-the-air communication [17] . One set of default EDCA parameters (as shown in Table 3 ) is defined for frames within a Basic Service Set (BSS). Another set of default EDCA V. Nguyen et al.: Survey on Adaptive Multi-Channel MAC Protocols in VANETs Using Markov Models FIGURE 1. IEEE 802.11 protocol architecture [6] , [7] . TABLE 3. EDCA parameter set used on CCH (adapted from [12] ).
parameters is defined and sent Outside the context of a BSS (OCB). 6 In the upper MAC layer, IEEE 1609.4 [12] is developed for WAVE to support multi-channel access for a single-radio transceiver in IEEE 802.11p [19] . To enable multi-channel operations on a single radio transceiver, IEEE 1609.4 employs an alternate access scheme, which allows a vehicle to switch between CCH and SCH every 50 ms. However, if there are two antennas, one transceiver is always tuned to CCH, while another transceiver can be tuned to any service channel, which will eliminate the need for any channel switching operation, thus enabling each vehicle to broadcast safety messages throughout the 50 ms of the CCHI without a Guard Interval [20] . In this survey, we focus on multi-channel MAC protocols based on the latest drafts of the IEEE 802.11p and IEEE 1609.4 standards with a single radio transceiver.
One issue of multi-channel MAC protocols is that the fixed CCH Interval (CCHI) and SCH Interval (SCHI) are used for access in a given sync interval (SI). On the one hand, during high density data traffic, the fixed interval for CCHI does not guarantee all vehicles to disseminate their safety messages. On the other hand, during low density data traffic, the fixed interval for CCH will be under utilized. Hence, a fixed interval between CCH and SCH is not sufficient to provide proper bandwidth to deliver both safety and non-safety applications. Various multi-channel MAC protocols have been proposed to adapt themselves to different vehicle densities such as DID-MMAC [21] , AAA [22] , CAVI-MAC [23] , DSI [24] , a variable interval mechanism (a.k.a DAN) [25] , MP MAC [26] , [27] , VCI MAC [20] , Q-VCI MAC [28] , DCI [29] , APDM [30] , CAMAC [31] , [32] and FCM-MAC [33] . A comparison of adaptive multi-channel MAC protocols is provided in Table 4 .
The Markov model has emerged as an efficient tool to analyze the IEEE 802.11 DCF method. In addition, the Markov chain used to analyze IEEE 802.11 DCF has been adopted by the IEEE 802.11p standard [53] . Under different data traffic densities, the Markov model can predict the throughput and delay with high accuracy in comparison with the simulation results. The Markov model complements the design of adaptive MAC protocols, which can predict and adapt control intervals according to the vehicle density to improve throughput and packet delay, as shown in Table 4 . Taking into account different features of wireless communication (e.g., Rayleigh fading and different data traffic densities), some approaches are summarized in Table. 5.
In our survey, MAC protocols using the IEEE 802.11 DCF method can calculate the length of the contention-based interval 7 to guarantee that all reservations in SCHs can be serviced. Consequently, by employing Markov models, vehicles can dynamically adjust the length of CCHI to improve the system throughput on SCHs in MAC protocols. We make the following observations.
• The safety application messages have the highest priority and are broadcast in nature without the need for positive ACKnowledgement (ACK) 8 by the receivers (i.e., the vehicles). • The mean interval until a successful reservation, which is made by a WAVE Service Advertisement (WSA) packet, 9 can be computed using a Markov model.
• To achieve optimal performance, 10 MAC protocols adjust the duration of CCHI and SCHI to obtain the optimal ratio.
• The adaptive MAC protocol using Markov models not only guarantee bounded delay for safety packet transmission, but also optimize QoS for non-safety applications. 9 WSA packets are either transmitted alone or mixed with another packet such as the safety application, depending on the proposed MAC protocols. 10 The desired optimal condition is when the number of reservations made on CCH is equal to the number of service packets disseminated on SCHs.
• The MAC protocol must dynamically adjust the custom system parameter 11 to adapt to the changing network environment. Most adaptive MAC protocol using Markov models have the following assumptions.
1) The channel is ideal (i.e., no hidden terminals and capture) 2) A fixed number of vehicles n in the network 3) The packet collision probability 12 is constant and independent of each vehicle. 11 Most MAC protocol using Markov models use a custom system parameter for getting feedback on the ratio of CCH and SCH. 12 This is quite accurate in the case of a large contention window and number of vehicles. VOLUME 6, 2018 4) Packet arrival rate at the MAC layer follows a Poisson 13 process assuming non-saturated data traffic. 14 Based on these assumptions, the discrete-time Markov chain can be utilized for 802.11 DCF analysis. From Markov chain and time analyses for the transmission, the optimal length of the CCHI and the SCHI is achieved.
From these observations, we discuss some trends for the adaptive multi-channel MAC protocol as follows. [58] proposed an analytical model for the throughput of IEEE 802.11p. In addition, the average packet delay of low-priority and the packet delivery rates of high-priority of each AC can be accurately evaluated [59] , [60] . Therefore, the accurate Markov model for IEEE 802.11p EDCA employing in adaptive multi-channel MAC protocols can be used to compute the optimized CCHI. 3) Flexible controllers in adaptive multi-channel MAC protocols: The information of the channel access schedule and the optimized length of the CSMA-based access interval are broadcast by the RSU or cluster head ( [20] , [26] - [30] , [33] ). Recently, CAMAC [31] , [32] used a platoon 15 to broadcast the optimized duration and channel access schedule. 13 The packets are generated at each node following an independent process with exponential interarrival times.
14 Nodes sometimes have no packets to transmit. 15 A platoon is a train of vehicles composed of a leading vehicle and a number of followers traveling at highway speeds with only a few meters between them [31] , [32] 4) Improve the throughput system: One issue of cluster heads is their life-time, which ensures the availability of the channel access schedule in VANET. This issue of cluster heads is not discussed in any of the existing adaptive multi-channel MAC protocols, except in APDM [30] . When the cluster head leaves the cluster, the control packet is lost. Hence, packet collisions will occur between vehicles. To improve the system throughput, adaptive multi-channel MAC protocols can use various algorithms [61] - [64] to elect the cluster head.
5) Split ACK packets into independence interval:
Recently, MP MAC [26] , [27] and CAMAC [31] , [32] are proposed to split ACK packets into independence intervals, called ACK Intervals (ACKIs). Vehicles having received the safety packets or that are interested in the service announced by the WSA packets will respond with ACK packets sequentially during ACKI. This schemes is used to avoid multiple ACK packets responding to one service provider and ensures reliable transmission of the safety packets. The rest of this paper is organized as follows. In Section II, we present an overview of the dynamic intervals used in MAC protocols using Markov models. Markov models in MAC protocols are presented in Section III. Section IV discusses existing MAC protocols using Markov models. In Section V, we provide the challenges in MAC design using Markov models. Finally, we conclude this survey in Section VI.
II. DYNAMIC INTERVALS IN MARKOV-MODEL MAC PROTOCOLS
Most MAC protocols that employ Markov models to adjust the length of the interval use contention-based channel access method, such as IEEE 802.11. IEEE 802.11 uses the Distributed Coordination Function (DCF) to access the medium. In addition, DCF based on the carrier sense multiple access with collision avoidance (CSMA/CA) protocol is a random access scheme [34] . Re-transmission of collided packets is managed according to the binary exponential backoff rule [34] . Under the assumption of ideal channel conditions and finite number terminals, Bianchi [34] used a Markov chain to calculate the suitable backoff window size for saturated data traffic conditions for both the basic access and DCF mechanism of IEEE 802.11. The saturated data traffic is defined, as each node always has an available packet for transmission.
As shown in Fig. 2 , the MAC layer of IEEE 802.11p is extended for different applications in VANETs, having four different access categories (ACs). Each AC has a queue where packets from a different applications are queued based on their priorities. Each AC also has different Arbitration Inter-Frame Space Number (AIFSN) to ensure less waiting time for high priority packets. For safety packets, the MAC protocol will use AC3 since it has the highest priority, as listed in Fig. 2 [65] , [66] . The Markov chains for different ACs will be discussed in Section III. In actual implementation, IEEE 802.11p networks generally encounter non-saturated data traffic. Therefore, some papers [36] , [38] , [40] , [52] extended the Bianchi model by introducing an additional status to represent the idle states of a node. Finally, the mean time interval for successful transmission is calculated based on the Markov model. Therefore, the optimal ratio between CCHI and SCHI can be computed.
As shown in Fig. 3 , we can design how to manage the dynamic intervals used in MAC protocols via Markov models. The MAC protocols will be designed with different proposals. Here, we classify them into 2 types of MAC protocols according to the data traffic conditions: 1) saturated data traffic-based MAC protocol (WSA packet only or WSA and safety packet transmissions) and 2) non-saturated data trafficbased MAC protocol (WSA and safety packets transmission), as shown in Fig. 3 . Based on saturated or non-saturated data traffic conditions, a MAC protocol employs an n-dimensional Markov model where n ∈ {1, 2, 3}. Consequently, the stationary probability 16 and the probability of collision 17 can be expressed based on the steady-state equations of the Markov chain. Then, the average single time consumed on CCHI can be obtained. An adaptive MAC protocol will attempt to calculate the optimal ratio between CCHI and SCHI. Finally, the system (e.g., RSU or cluster head) will broadcast the information regarding the ratio between CCHI and SCHI to its coverage area, as shown in Fig. 3 .
Markov chains of order n (i.e., n dimensions) are used to analyze the ratio between CCHI and SCHI for different MAC protocols and schemes. In Section III, we will summarize the Markov chains used in the MAC protocols according to the order n.
III. MARKOV CHAINS IN MAC PROTOCOLS
In this survey, we focus on two types of critical packets transmitted in CCHI: safety and WSA packets according to 16 A node transmits a packet in a given time slot. 17 When more than one node transmits at the same time slot. IEEE 802.11p. On the one hand, safety messages have their own special properties: bounded delay and no positive ACK. On the other hand, WSA packets are used to exchange management information about one or more DSRC services that are offered in an area. WSA contains all the information identifying the offered WAVE services and the network parameters necessary to join the BSS, such as the identifier of the BSS, the Provider Service Identifier (PSID) that identifies the provider application entity, the SCH where a given service is provided, timing information, and the EDCA parameter sets in Table 3 [18] . WSAs are sent during on the CCHI by unidirectional or bidirectional transmissions. Moreover, the services they advertise are offered on one or more of the SCHs [17] . In addition, a WSA packet requires a positive ACK from the receiver to the sender. During the CCHI, senders wait until the channel is sensed idle for DIFS and then broadcast WSA packets and negotiate the identities of SCHs to be used. The receivers respond to the WSA packet with a unicast ACKnowledgement (ACK). ACK is immediately transmitted after a period of time called Short Inter-Frame Space (SIFS) at the end of the corresponding WSA packet. Because the SIFS is shorter than a DIFS, no other senders are able to detect the channel idle for a DIFS within the end of the ACK [34] . On the other hand, MAC protocols, such as MP MAC [26] , [27] and CAMAC [31] , [32] have restricted intervals for broadcasting alternative the ACK packets of all vehicles. In FCM-MAC [33] , the RSU will broadcast packets including the SCH assignment and the scheduling order for each link of service data transmission. Although ACK is transmitted in different ways, there are no collisions between the ACK packets transmitted by a receiver and other senders. Since any possible collision has already occurred between WSA packets, a Markov model is designed to examine the behavior of WSA transmission, which is used in adaptive MAC protocols such as MP MAC [26] , [27] , VCI MAC [20] , Q-VCI MAC [28] , DCI [29] , APDM [30] , CAMAC [31] , [32] and FCM-MAC [33] . The Markov chains designed for safety and WSA packets are different. Generally, the Markov chains are classified according to their state dimensions, denoted by n ∈ {1, 2, 3}. Popular parameters used in Markov chains are summarized in Table 6 .
A. ONE-DIMENSIONAL MARKOV CHAINS
Since the safety packet transmission is broadcast in nature without the backoff stage, the one-dimensional Markov chain is sufficient for representation and analysis. The contention window (CW), denoted by W e , is fixed for safety messages. As shown in Fig. 4 , the state of safety transmission is described by {k : k ∈ [0, W e − 1]}. Let λ e represent that a safety packet has arrived. The stationary distribution of the idle state and the backoff state k are denoted by b 0,∅ and b e,k , respectively. Let P i|j denote one-step transition probabilities where P i|j is {Pr{b(t + 1) = i|b(t) = j}. The meanings of onestep transitions and corresponding P i|j are described in Fig. 4 .
Compared with computer simulations using a discreteevent network simulator (Qualnet 4.0), then by using one-dimensional Markov chains [67] as shown in Fig. 4 , the non-saturated and saturated performance of the IEEE 802.11 broadcast can be accurately predicted. Similarly, under saturated traffic condition (λ e → ∞ and no Idle state as in Fig. 4) , based on the one-dimensional Markov model, the reception rate, collision probability, and throughput for VANET safety applications is validated to be quite accurate according to the NS-2 simulator [65] . The one-dimensional Markov model is used to calculate the optimal length of CCHI in the MP MAC [26] , [27] , APDM [30] and FCM-MAC [33] protocols, which are discussed in Section IV.
B. TWO-DIMENSIONAL MARKOV CHAINS
Let s(t) and b(t) represent a stochastic process standing for the backoff stage and backoff timer of WSA packet for a given node at slot time t, respectively. Let the state I s,∅ represent the state of empty WSA queue. The maximum re-transmission number and the CW in the i th backoff stage are denoted by m and W s,i , (i ∈ [0, m]), respectively. CW is set to the minimum value W s,0 for the first transmission attempt. When the collision is detected, the CW is doubled and then re-transmission is started. The process of a node trying to send WSA packets at a time slot on state s(t) is determined as independent. All Markov models [16] - [52] assume that the probability of collision of a transmitted packet colliding with another packet is constant and independent of the station's backoff stage s(t). Then, the bi-dimensional process {s(t), b(t)} can be modeled with a discrete-time Markov chain. In this survey, we consider global Markov chains (under both saturated and non-saturated traffic conditions). In addition, when a node detects that the channel is busy, b(t) will be frozen until the channel is sensed idle again. We classify the two-dimensional discrete Markov chains into two types. First, at the maximal According to the IEEE 802.11p standard [19] , the size of backoff window 18 increases exponentially, i.e.,
where m is the maximum backoff stage and m is the backoff stage at which the contention window reaches the maximum value, W s,max , and the minimum contention window is W s,0 .
18 Also called the contention window
Let P i,k|j,l denote one-step transition probabilities where
be the stationary distribution of the chain of WSA traffic. One-step transition probabilities in two-dimensional Markov chains can be divided into two categories according the backoff timer in the maximal backoff state: remaining maximal backoff stage and reset backoff stage, as shown in Fig. 5 .
In [68] , the Markov chains with remaining maximal backoff stage can be used to accurately estimate the results of throughput and delay of the 802.11p protocol under saturated or non-saturated traffic conditions. Assuming that the wireless medium is always free (p b = 0 in Fig. 5 ), in [39] and [40] , the throughput results closely match the simulation results in both non-saturated and saturated conditions. On the other hand, under the non-saturated traffic condition (no Idle state in Fig. 5) , the results in [37] demonstrate that VOLUME 6, 2018 the Markov chains with remaining maximal backoff stage can be used to estimate the throughput. Otherwise, under the nonsaturated condition and without the busy medium condition, the Markov chains with remaining maximal backoff stage become exactly the same as that in Bianchi [34] . The Markov chains with remaining maximal backoff stage are used in the VCI [20] , Q-VCI MAC [28] , and DCI [29] protocols.
In [69] , simulation results validate the accuracy of the Markov model with the reset backoff stage. In this model, the average packet delay is estimated. Assuming that the wireless medium is always idle (p b = 0 in Fig. 5 ), the throughput [48] can be estimated under the non-saturated and saturated traffic conditions. Under the saturated traffic condition (no Idle state in Fig. 5 ), the saturation throughput and the average end-to-end delay are validated as accurate using the NS-2 simulator [70] . Under the non-saturated condition and without the busy medium condition, in [35] , the throughput, packet delay, and packet drop are accurately calculated. This model is used in the APDM [30] protocol.
C. THREE-DIMENSIONAL MARKOV CHAINS
The packets transmitted in CCHI are divided into three types: safety packets, WSA packets, and control packets. For safety packets, one-dimensional Markov chain is sufficient for modeling and analysis. Considering different priority levels, the control packet transmission needs to use AC1, which has higher priority than WSA packet transmission. Then, WSA packet transmission is used in AC2.
Unlike two-dimensional Markov chains, three-dimensional Markov chains focus on the active state of the backoff procedure, i.e., the freezing state. Similarly, s(i, t) and b(i, t) represent the backoff stage and the value of the backoff time, respectively. The parameter v(i, t) represents the active state of the backoff procedure for each node in class i (i ∈ AC1, AC2) at a given time slot t. Then, the three-dimensional Markov chains can be represented by
{s(i, t), b(i, t), v(i, t)} with different states (i, j, k).
Since the control packet is transmitted with a higher probability than the WSA packet, then the backoff procedure will not be in the freezing state [26] , [27] , [31] , [32] . That means v(i, t) = −1 at all times in the Markov chain used for packet transmission using AC1, as shown in Fig. 6 . The meaning of one-step transitions and corresponding P i,k|j,l for AC1 is described in Fig. 6 .
Considering the freezing state v(i, t), if the packets encounter an idle slot, v(i, t) = 0 changes to v(i, t) = −1.
Otherwise, if the packets encounter a busy slot, v(i, t) = 0 remains as v(i, t) = 0. Hence, the Markov chain used for packet transmission using AC2 is modeled as shown in Fig. 7 . The meaning of one-step transitions and corresponding P i,k|j,l for AC2 is described in Fig. 7 . Three-dimensional Markov chains are used when the protocol classifies the control packets 19 into different priority packets. The higher priority packet uses AC1 while the lower priority packet uses AC2. Hence, MAC protocols can use three-dimensional Markov chains 20 to compute the mean interval until a successful reservation of the WSA packet. Hence, this model is used to adjust between CCHI and SCHI in MP MAC [26] , [27] and CAMAC [31] , [32] protocols.
Markov models play an important role in MAC protocols using dynamic intervals. Systems based on the processing of Markov chains can predict the necessary interval for transmitting packets (i.e., safety and WSA packets) in the control channel interval. The overall Markov chains and its application to MAC protocol using dynamic intervals are summarized in Fig. 8 . In the next section, we will discuss different MAC protocols with dynamic intervals using Markov chains.
IV. MARKOV CHAINS FOR IEEE 802.11 EDCA
Although all adaptive multi-channel MAC protocols using Markov models leverage information from Markov chains 19 Safety packet, periodic beacon, WSA packet, etc. 20 Also called a multi-priority Markov chains.
for IEEE 802.11 DCF, we believe that future multi-channel MAC protocols using Markov models will employ the results from [9] , [54] - [57] , which are tailored to IEEE 802.11p EDCA. The reason is that IEEE 802.11p for VANETs has been standardized and it uses the EDCA to access the medium. The EDCA method is an enhancement of the DCF method used by the traditional IEEE 802.11 standard with prioritized access categories. In the IEEE 802.11p EDCA mechanism, there are four traffic classes for each channel. The parameters of the traffic classes for CCH are shown in Table 3 .
As shown in Table 3 , each AC has an independent queue contending for transmission with its own parameter, including CW min , CW max , and the Arbitration Inter-Frame Space Number (AIFSN). Denote by T AIFS n the duration of the AIFS n , n ∈ {0, 1, 2, 3}, the idle period after a busy period. Then, this is given as
where T s , T SIFS are the duration of a slot and the Short InterFrame Space (SIFS), respectively.
Compared with DCF, the EDCA mechanism shown in Fig. 9 can be described in Fig. 10 . Based on the operation VOLUME 6, 2018 FIGURE 7. Markov chain used for packet transmission analysis using AC 2. of IEEE 802.11p EDCA and according to [57] , in this section, we focus on two Markov chains to describe the backoff procedure (2-D Markov chain) and the contention period of an AC queue (1-D Markov chain).
A. 1-D MARKOV MODEL FOR THE CONTENTION PERIOD OF AN AC QUEUE
According to [12] , each AC has different values of AIFSN, which result in different contention zones [55] , [57] . Let N n s be the number of slots in zone n, n ∈ {1, 2, 3, 4}, as shown in Fig. 11 . In zone 1, there is only AC0; in zone 2, there are AC0 and AC1, and so on [57] . To construct the Markov chain, each slot in the contention period is considered as a state denoted by s, s ∈ {1, 2, ...}. State s denotes the s th slot after AIFS 0 . In the EDCA mechanism, if the channel is sensed as idle during the backoff procedure of an AC queue, the AC queue will continue the backoff procedure and s i becomes s i + 1. Otherwise, if the channel is sensed as busy, the AC queue will temporarily stop its backoff procedure and s i will transit to state 1. If the AC queue become empty and its backoff procedure is completed, the AC queue will wait until a packet arrives. The 1-D Markov Model for the contention period of an AC queue is described in Fig. 12 .
B. 2-D MARKOV CHAIN FOR THE BACKOFF PROCEDURE OF AN AC m QUEUE
Let i and k be the backoff stage number and the value of a backoff counter, respectively. We assume that an AC queue has the same collision probability for different transmissions and the transmission error is caused only by data collision without considering the effect of the channel [57] . Then, the bi-dimensional process (i, k) can be modeled by a discrete-time Markov chain to describe the backoff procedure of an AC m queue, m ∈ {0, 1, 2, 3}, as shown in Fig. 13 . Note that, the state (0, k) e , k ∈ [0, W 0 m ], represents the bockoff state when the AC m queue is empty after a successful transmission. The backoff procedure for state (0, k) e is called the postbackoff procedure [57] .
According to IEEE 802.11p [19] , the contention window of the AC m queue at stage i is given by
According to [57] , based on 1-D and 2-D Markov models, the transmission probability, collision probability, normalized throughput, and average access delay are basically accurate and effective. A simple Markov model for IEEE 802.11 EDCA in saturation and non-saturation conditions is proposed in [72] . This simple Markov mode can predict the throughput accurately.
V. EXISTING MAC PROTOCOLS USING MARKOV CHAINS A. COMMON MAC PROTOCOLS USING MARKOV CHAINS
The length of the CCHI should be adjusted according to the traffic conditions in order to increase the throughput on SCHs. Based on Markov chains, many methodologies in MAC protocols have been proposed such as MP MAC [26] , [27] , VCI MAC [20] , Q-VCI MAC [28] , DCI [29] , APDM [30] , CAMAC [31] , [32] and FCM-MAC [33] , as shown in Fig. 14 . Although MAC protocols are designed with different schemes, they have some common points as follows.
1) MAC protocols for VANETs divide the CCHI into two
main intervals: a fixed interval and a dynamic interval. During the fixed interval, the safety packets or ACK packets are transmitted. Otherwise, during the dynamic interval, either WSA packets or safety packets are transmitted.
2) The first packet is transmitted at the beginning of the frame by the RSUs or cluster heads. This packet maintains the channel access schedule and the ratio between CCHI and SCHI. 3) After the end of the CCHI, vehicles switch to the predefined SCHs to transmit service packets.
Algorithm 1 CCH Interval Optimization Processing
Input: W: The minimum contention window N: a fixed number of nodes T k : Time for transmitting a k packet k: safety, WSA packets
Step 1: Modeled Markov chains corresponding with MAC protocol.
Step 2: Find the stationary probability τ
Step 3: Solve for τ and the collision probability p
Step 4: Find the average time interval of a k packet from CCH access contention to the time when a reservation is successfully made.
Step 5: Apply the desired optimal condition and solve the ratio between CCHI and SCHI.
Output: CCH Interval Optimization 
4) Compared to WAVE MAC, all MAC protocols using
Markov models improve the system throughput and packet delivery ratio, and reduce the safety packet delay on CCH. 5) Most MAC protocols using Markov models assume that a fixed number of nodes provide service, the channels is ideal, 21 and the collision is independent and constant for each vehicle. 6) The five main steps of CCH interval optimization are shown in Algorithm. 1.
B. DIFFERENT MAC PROTOCOLS USING MARKOV CHAINS
In this section, we want to emphasize and discuss two major points: Markov chains, which are used in MAC protocols, 21 I.e., exposed terminals and hidden terminals and operation of the MAC protocols. In contention-based MAC protocols, safety messages have higher priorities than nonsafety messages. In addition, in CCHI, there are two main packets transmitted: safety packets and WSA (or RFS) packets. Depending on the use of these packets, MAC protocols employ Markov models for either safety packet or WSA packet transmissions. In this survey, we compare MAC protocols that employ Markov models according to four categories: 1) The data traffic condition: 1) saturated data traffic and 2) non-saturated data traffic, as shown in Fig. 14.  2 ) Advantages and disadvantages, as presented in Table. 7. 3) Architecture, as shown in Fig. 15 . 4) Operation at RSUs or Cluster head, as shown in Fig. 16 . Now we compare the operation of different MAC protocols using Markov chains at a controller (an RSU or a cluster head), as shown in Fig. 16 . The optimal length of CCHI for the protocols in [20] , [26] - [29] , [31] , and [32] is based on the saturated data traffic condition. On the other hand, the optimal length for the APDM [30] and FCM-MAC [33] is based on the non-saturated data traffic condition.
First, [20] and [29] employ two-dimensional Markov models for WSA or RFS packets transmission. The optimal CCH in VCI MAC improves the saturation throughput of SCHI. In addition, it also ensures safety packets transmission and private service advertisements. However, the VCI MAC cannot satisfy various QoS requirements of different applications. To improve the VCI protocol, the authors of Q-VCI [28] , CAMAC [31] , [32] , and MP MAC [26] , [27] employ Markov models for determining the priority of different packets transmission. Q-VCI [28] improves the VCI MAC under different applications. By calculating the minimum contention window for different service classes, the Q-VCI VOLUME 6, 2018 MAC scheme is able to support the various QoS requirements in VANET environment. Therefore, Q-VCI MAC outperforms VCI MAC in terms of the saturation throughput, delay, and the channel utilization.
To avoid multiple ACK packets responding to one service provider and to ensure the reliable transmission of safety packets, CAMAC [31] , [32] and MP MAC [26] , [27] split the ACK packets into independent intervals, as shown in Fig. 15 . The CAMAC is enhanced with multichannel reservation scheme that can dynamically adjust the CCHI and SCHI to improve the system throughput. However, the antenna that is placed in the platoons requires a large transmission range, making the platoons expensive. On the other hand, MP MAC improves the saturation throughput, transmission delay, and high channel utilization under varying traffic loads. However, MP MAC is not suitable for multi-hop communications.
Recently, the APDM [30] and FCM-MAC protocols [33] have been proposed based on the non-saturated data traffic condition. APDM uses the 1-D Markov chain model for safety traffic, as described in Section III.A, and the 2-D Markov chain model with a reset backoff stage for WSA traffic, as described in Section III.B. The APDM MAC protocol can reduce the safety packet delay and improve the system throughput in VANETs. However, in APDM, the SCHs are not fully utilized. In addition, once the optimizing node leaves the neighborhood, the channel access schedule is lost and collision between messages will occur.
Next, the FCM-MAC protocol [33] supports the reliability of safety applications in the presence of the hidden terminal problem. The safety and WSA packets are transmitted in the contention period. After receiving WSA packets, the RSU assigns SCH and the scheduling order for the sender and receiver. This information is included in a Reservation (RES) message broadcast by the RSU. Especially, when the vehicle density is low, the service application can be transmitted on the CCH. Otherwise, if the vehicle density is large, it can use the SCH bandwidth to transmit the safety packets. Hence, the FCM-MAC allows safety and non-safety messages as hidden terminals and capture) to make practical MAC protocols. As shown in Fig. 16 , the lifetimes of clusters and ACK intervals are considered to improve the throughput of the system in future adaptive MAC protocols.
VI. CHALLENGES IN MAC DESIGN USING MARKOV CHAINS
We introduce some open issues and possible directions for future research related to the dynamic interval division protocols for the vehicular ad-hoc network as follows.
A. FREQUENT TOPOLOGY CHANGES
In VANET environments, vehicles move with variable speeds and vehicles may join or leave the group at any given time. However, MAC protocols using Markov models assume that there is a fixed number of nodes. Hence, designing MAC protocols to dynamically adapt to frequent changes of topology is necessary.
B. SYSTEM PARAMETERS
MAC design using Markov models usually define the system parameters with assumptions. Hence, the system parameters are not adjusted according to the dynamically changing network conditions, such as hidden terminal problem, interference, and noisy wireless channels, e.g., Signal-to-Interference Ratio (SIR). The Markov models are examined, as shown in Fig. 8 , but the MAC protocols (MP MAC [26] , [27] , VCI MAC [20] , Q-VCI MAC [28] , DCI [29] , APDM [30] , CAMAC [31] , [32] and FCM-MAC [33] ) using Markov models do not consider these system parameters. In the future, MAC protocols using Markov models need to consider more system parameters to guarantee they work appropriately under dynamic VANET environments.
C. EXPOSED AND HIDDEN TERMINAL EFFECTS
The existing MAC protocols using Markov models assume that the channel conditions are ideal (i.e., no exposed terminals or hidden terminals). In fact, both the exposed and hidden terminal problems affect the packet delivery ratio of application messages. In the presence of hidden nodes, some approaches [45] - [48] have derived analytical models and accurately estimated the access delay and throughput. Using these analytical models, MAC protocols are more efficient than using Markov models with ideal assumptions.
D. LACK OF CENTRAL COORDINATION
MAC protocols using Markov models are designed so that the first packet at the beginning of the frame must be transmitted by the channel coordinator (e.g., the RSU or cluster head). If the channel coordinator is absent, MAC protocols using Markov models cannot guarantee the control and management of vehicles.
E. MULTI-HOP COMMUNICATION
MAC protocols using Markov models assume that nodes can communicate with each other through single hops. However, most safety applications use multi-hop broadcasting communications to transmit safety information as far as needed in the zones of interest [73] , [74] . Hence, in the future, MAC protocols using Markov models need to consider multi-hop transmission to efficiently broadcast safety applications. The throughput and delay of IEEE 802.11 DCF for multi-hop communication are examined in [49] , [75] , and [76] . Therefore, it is possible to design MAC protocols using Markov models with multi-hop communication.
F. MARKOV MODELS
All MAC protocols (MP MAC [26] , [27] , VCI MAC [20] , Q-VCI MAC [28] , DCI [29] , APDM [30] , CAMAC [31] , [32] and FCM-MAC [33] ) use Markov models for IEEE 802.11 DCF. However, IEEE 802.11p EDCA is used for VANETs. Therefore, it is essential to develop a more accurate performance model that is used by adaptive MAC protocols for the IEEE 802.11p EDCA mechanism. Recently, some approaches [9] , [54] - [57] have studied modeling analysis based on Markov models of the IEEE 802.11p EDCA. In the future, adaptive MAC protocols can be designed based on Markov models of the IEEE 802.11p EDCA.
VII. CONCLUSION
MAC protocols can dynamically adjust the length of the control channel by using Markov models under different traffic conditions with changing topologies of the VANETs. These MAC protocols can reduce the safety delay and improve the system throughput of the service channels. Additionally, they can guarantee QoS for different service packet types. In this paper, we survey the Markov models used to adjust the interval lengths with different traffic conditions and MAC protocols using n-dimensional Markov chains. We summarized the operation of existing protocols and discussed the advantages and disadvantages of each. Furthermore, we also discussed some open issues of future research related to dynamic interval division MAC protocols using Markov chains. 
