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Abstract 
 
Wireless Application Protocol (WAP) technology uses mediums like Mobile, and 
other wireless devices. It bridges the gap between the mobile world and the Internet as 
well as corporate intranet. One of the most significant advantages of Internet access from 
mobile rather than PCs is the ability to instantly identify users geographic location.  
Application of WAP technology in health care services by the proposed project 
requires availability of WAP service provided by the Mobile service provider (Mobitel). 
Non-existence of this technology led the proposed system to be implemented on 
simulation technique of M3Gate software in place of WAP Gateway. The system is 
implemented using Wireless Mark up Language (WML) to enable wireless access to 
information based on WAP application. 
 Wireless access to WML files is made possible with the Active Server Page 
(ASP).  This functionality of dynamic pages provide the ability to turn regular web pages 
into web application and provides a degree of interaction that can occur between the 
client (Mobile users) and server.  
The WAP emulator works on Windows-Servers operating systems. The system 
required some modifications for Internet Information Services (IIS) to make Windows 
2000 server suitable to work with WAP technology to interact with the database of the 
proposed application.  
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 ﻡﺴﺘﺨﻠﺺ
 
 
 
آﻤﺎ أن ﺧﺪﻣﺔ اﻟﻮاب ﺗﺠّﺴﺮ . ﺗﺴﺘﺨﺪم ﺗﻘﻨﻴﺔ اﻟﻮاب وﺳﺎﺋﻂ ﻣﺜﻞ اﻟﻤﻮﺑﺎﻳﻞ وأﺟﻬﺰة ﻻﺳﻠﻜﻴﺔ اﺧﺮى 
 إن واﺣﺪة ﻣﻦ أﻓﻀﻞ اﻟﻔﻮاﺋﺪ .اﻟﻬﻮة ﻣﺎ ﺑﻴﻦ ﻋﺎﻟﻢ اﻟﻤﻮﺑﺎﻳﻞ واﻻﻥﺘﺮﻥﺖ إﺿﺎﻓﺔ اﻟﻰ اﻥﺘﺮاﻥﺖ اﻟﻤﺆﺳﺴﺎت 
ﺗﺤﺪﻳﺪ اﻟﻤﻮﻗﻊ ﻟﺪﺧﻮل اﻻﻥﺘﺮﻥﺖ ﻣﻦ ﺧﻼل اﻟﻤﻮﺑﺎﻳﻞ دون إﺳﺘﺨﺪام اﻟﺤﺎﺳﺐ اﻟﺸﺨﺼﻰ هﻰ اﻟﻤﻘﺪرة ﻋﻠﻰ 
 .اﻟﺠﻐﺮاﻓﻰ ﻟﻠﻤﺴﺘﺨﺪﻣﻴﻦ ﻟﺤﻈﻴًﺎ 
 
إن ﺗﻄﺒﻴﻖ ﺧﺪﻣﺔ اﻟﻮاب ﻓﻰ ﺧﺪﻣﺎت اﻟﺮﻋﺎﻳﺔ اﻟﺼﺤﻴﺔ ﺗﺘﻄﻠﺐ وﺟﻮد ﺧﺪﻣﺔ اﻟﻮاب واﻟﻤﻘﺪﻣﺔ ﻣﻦ 
 (.ﻣﻮﺑﻴﺘﻞ)ﺧﻼل ﻣﻘﺪﻣﻰ ﺧﺪﻣﺔ  اﻟﻬﺎﺗﻒ اﻟﺴﻴﺎر ﻣﻤﺜﻠﺔ ﻓﻰ ﺵﺮآﺔ 
 
دًا ﻋﻠﻰ ﻋﺪم ﺗﻮﻓﺮﺗﻘﻨﻴﺔ اﻟﻮاب ﻟﺪى ﻣﻘﺪﻣﻰ ﺧﺪﻣﺔ اﻟﻬﺎﺗﻒ اﻟﺴﻴﺎرأدى اﻟﻰ ﺗﻨﻔﻴﺬ هﺬا اﻟﻤﺸﺮوع إﻋﺘﻤﺎ 
 .yawetaG PAW ﻟﻴﺤﺎآﻰ ﻋﻤﻞ etag3Mﺗﻘﻨﻴﺔ اﻟﻤﺤﺎآﺎة وذﻟﻚ ﺑﺎﺳﺘﺨﺪام ﺑﺮﻥﺎﻣﺞ 
 
 ﻹﺗﺎﺣﺔ دﺧﻮل ﻻﺳﻠﻜﻲ ﻟﻠﻤﻌﻠﻮﻣﺎت اﻟﻤﻌﺘﻤﺪة ﻋﻠﻰ ﺗﻄﺒﻴﻖ LMWﺗﻢ ﺗﻨﻔﻴﺬ اﻟﻨﻈﺎم ﺑﺎﺳﺘﺨﺪم ﻟﻐﺔ 
 ، )PSA( egaP revreS evitcA  أﺹﺒﺢ ﻣﻤﻜﻨًﺎ ﺑﻮاﺳﻄﺔ LMWدﺧﻮل اﻟﻼﺳﻠﻜﻴﺎت ﻟﻤﻠﻔﺎت  . اﻟﻮاب
اﻟﺪﻳﻨﺎﻣﻴﻜﻴﺔ ﻟﺪﻳﻬﺎ اﻟﻤﻘﺪرة ﻋﻠﻰ ﺗﺤﻮﻳﻞ ﺹﻔﺤﺎت اﻟﻮﻳﺐ اﻟﻰ ﺗﻄﺒﻴﻘﺎت اﻟﻮﻳﺐ وﺗﻘﺪم هﺬﻩ اﻟﻮﻇﻴﻔﺔ ﻟﻠﺼﻔﺤﺔ 
  .(revreS)  واﻟﻤﺨﺪم (tneilC )درﺟﺔ ﻣﻦ اﻟﺘﻔﺎﻋﻞ اﻟﺬى ﻳﺤﺪث ﺑﻴﻦ اﻟﻌﻤﻴﻞ
 
ﻣﺤﺎآﻰ  اﻟﻮاب ﻳﻌﻤﻞ ﻋﻠﻰ ﻥﻈﺎم ﺗﺸﻐﻴﻞ اﻟﻮﻳﻨﺪوز وﻳﺘﻄﻠﺐ ﺑﻌﺾ اﻟﺘﻌﺪﻳﻼت ﻟﺨﺪﻣﺎت ﻣﻌﻠﻮاﻣﺎت 
 ﻣﻨﺎﺳﺒًﺎ ﻟﻠﻌﻤﻞ ٠٠٠٢ ﻟﺠﻌﻞ ﻣﺨﺪم اﻟﻮﻳﻨﺪوز  )SII( secivreS noitamrofnI tenretnIاﻻﻥﺘﺮﻥﺖ 
 .ﻣﻊ ﺗﻘﻨﻴﺔ اﻟﻮاب ﻟﻠﺘﻔﺎﻋﻞ ﻣﻊ ﻗﺎﻋﺪة اﻟﺒﻴﺎﻥﺎت ﻟﻠﺘﻄﺒﻴﻖ اﻟﻤﻘﺪم
 
 V 
 
 مﺪﻋ ﻦﻣ ﻢﻏﺮﻟا ﻰﻠﻋ ﻪﻓاﺪهأ ﻖﻴﻘﺤﺗ عﺎﻄﺘﺳإ ﻩﺎآﺎﺤﻤﻟا مﺎﻈﻥ ﻰﻠﻋ ﻰﻨﺒﻤﻟا ﺚﺤﺒﻟا اﺬه نﺎﻓ ًاﺮﻴﺧاو
نادﻮﺴﻟا ﻰﻓ رﺎﻴﺴﻟا ﻒﺗﺎﻬﻟا ﺔﻣﺪﺧ ﻰﻣﺪﻘﻣ ﻞﺒﻗ ﻦﻣ باﻮﻟا ﺔﻣﺪﺧ ﺮﻓﻮﺗ  . 
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Chapter One 
Global System for Mobile Communication 
 
 
 
 
 
 
 
 
 
 
1.1 Introduction 
 The development of the world’s recent technological revolution is the 
introduction of two main technologies: Data computing and Wireless Communication, 
which are, based on different environments and they use different ideas. Many efforts 
were made to combine them into one technique to provide a service able to transmit and 
receive both voice and data over the wireless environment. [1] 
 The wireless network has developed and become completely different from the 
old one. The new Global System for Mobile communication (GSM) network defines the 
best environment for data transmission over wireless. The result learned from discovering 
the mistakes previously made to design a brand new network able to do transmission such 
as General Packet Radio Services (GPRS), mixed GSM/GPRS networks, and the 3G 
networks. [1] 
 GSM, as an international standard for digital Mobile communication, offers short 
messages, Wireless Application Protocol (WAP), circuit switched data transfer and 
positioning services. Throughout the evolution of Mobile telecommunications, various 
systems have been developed without the benefit of standardized specifications. This 
presented many problems directly related to compatibility, especially with the 
development of digital radio technology. The GSM standard is intended to address these 
problems. [1] 
 
1.2  The GSM Network 
 
 The GSM specifications define the functions and interface requirements in detail 
but do not address the hardware. The reason for this is to limit the designers as little as 
possible but still to make it possible for the operators to buy equipment from different 
suppliers. The GSM network is divided into three major systems: the Switching System 
(SS), the Base Station System (BSS) and the Operation and Support System (OSS). The 
basic GSM network elements are shown in Figure 1.1 [1] 
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 Figure 1.1 GSM Network Elements 
 
1.2.1 The Switching System 
The Switching System (SS) is responsible for performing call processing and 
subscriber-related functions. The switching system includes the following functional 
units: 
•  Home Location Register (HLR) is a database used for storage and management 
of subscriptions. It is considered the most important database, as it stores 
permanent data about subscribers, including a subscriber’s service profile 
 2 
 
location information, and activity status. When an individual buys a subscription 
from one of the PCs operators , he or she is registered in the HLR of that 
operator. 
•  Mobile Services Switching Center (MSC) performs the telephony switching 
functions of the system. It controls calls to and from other telephone and data 
systems. 
•  Visitor Location Register (VLR) is a database that contains temporary 
information about subscribers that is needed by the MSC in order to service 
visiting subscribers. The VLR is always integrated with the MSC. When a 
mobile station roams into a new MSC area, the VLR connected to that MSC 
would request data about the mobile station form the HLR. Later, if the mobile 
makes a call, the VLR will have the information needed for call setup without 
having to check HLR each time. 
•  Authentication Center (AUC) provides authentication and encryption 
parameters that verify the user’s identity and ensure the privacy of each call. It 
protects network operators from different types of fraud as likely to occur. 
•  Equipment Identity Register (EIR) is a database that contains information about 
the identity of mobile equipment that prevents calls from being stolen, 
unauthorized, as combined AUC/EIR node. 
•  Gateway Mobile Service Switching Center (GMSC)-gateway is a node used to 
interconnect two networks and usually implemented in an MSC, which is then 
referred to as the GMSC. 
• GSM Interworking Unit (GIWU) consists of both hardware and software 
provides an interface to various networks for data communication to enable users 
swap between speech and data during the same call. The GIWU hardware equipment 
is physically located at the MSC/VLR. [1] 
 
1.2.2 The Base Station System   
The radio-related functions are performed in the Base Station System  (BSS), 
which consists of Base Station Controllers (BSCs) and the Base Transceiver Stations 
(BTSs). They function as follows: 
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 • BSC provides all the control function and physical links between the MSC and 
BTS. It is a high-capacity switch that provides function such as handover, cell 
configuration data, and control of number of Radio Frequency (RF) power levels 
in base transceiver stations. A number of BSCs are served by an MSC. 
• BTS handles the radio interface to the mobile station, and is the radio equipment 
(transceivers and antennas) needed to service each cell in the network. A group of 
BTSs are controlled by a BSC.[1] 
 
1.2.3 The Operation And Support System   
The operations and maintenance center (OMC) is connected to all equipment in 
SS and to the BSC; the implementation of OMC is called the Operation and Support 
System (OSS). The OSS is the functional entity from which the network operator 
monitors and controls the system. The purpose of OSS is to offer the customer cost-
effective support for centralized, regional. Local operational function of OSS is to 
provide a network overview and support the maintenance activities of different operation 
and maintenance organizations. [1] 
1.3 GSM Network Areas 
The GSM network is made up of geographic areas, these areas include: 
• Cells, is the area given radio coverage by one base transceiver station. The GSM 
network identifies each Cell Global Identity (CGI) number assigned to each cell. 
• Location Areas (LAs), is a group of cell, it is the area in which the subscriber is 
paged. Each LA is assigned a Location Area Identity (LAI) number 
• MSC/VLR service areas, represents the part of the GSM network that is covered 
by one MSC and which is reachable, as it registered in the VLR of the MSC. 
• Public Land Mobile Network (PLMN) area is an area served by one network 
operator.[1] 
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1.4 GSM Services 
GSM services architecture includes two different types of services: 
 
1.4.1 GSM Subscriber Services  
Subscriber services include the type of services offered to them in the form of 
Telephony, which is voice service where as data service is for transmitting data signals. 
There are two basic types of services offered through GSM:  
1. Telephony services (also referred to as teleservices) are mainly voice services that 
provide subscribers with the complete capability (including necessary terminal 
equipment) to communicate with other subscribers.  
2. Data services (also referred to as bearer services) provide the capacity necessary to 
transmit appropriate data signals between two access points creating an interface to 
the network. In addition to normal telephony and emergency calling, the following 
subscriber services are supported by GSM: [1] 
• Facsimile group.  
• Short message services (SMS). 
• Call broadcast. 
• Voice mail  
• Fax mail. 
1.4.2 Supplementary Services 
GSM supports a comprehensive set of supplementary services that can 
complement and support both telephony and data services. Supplementary services are 
defined by GSM. Supplementary services include, to mention few, Call forwarding, 
barring of outgoing calls barring of incoming calls, etc.[1] 
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Chapter Two 
Wireless Application Protocol 
Technology 
 
 
 
 
2.1 Introduction to WAP: 
The Wireless Application Protocol (WAP) is an open, global specification that 
empowers mobile users with wireless devices to easily access and interact with 
information and services instantly. It is assumed to enable easy, fast delivery of relevant 
information and services to mobile users. The WAP standard is based on Internet 
standards (HTML, XML and TCP/IP). The point of this standard is to show Internet 
contents on wireless clients, like mobile phones. It consists of a WML language 
specification, a WMLScript specification, and a Wireless Telephony Application 
Interface (WTAI) specification.  
WAP is a protocol designed for micro browser that is a small piece of software 
that makes minimal demands on hardware, memory, and CPU. It can display information 
written in a restricted mark-up language called WML and WMLScript enables client side 
intelligence. Microbrowser connects to a WAP Gateway which is a software 
infrastructure residing in the Operator's Network that optimizes the transmission of 
content for the wireless network and makes requests for information from web servers in 
the normal form of a Uniform Resource Locator (URL). [2] 
2.2 The Wireless Application Protocol 
 
WAP is a global application and a standard communication protocol developed to 
make Internet services available for mobile users and to permit them to access services 
and information. WAP is based on Internet technology, and thus it promises services such 
as downloading entire phone books, controls outgoing and incoming calls and other 
services that will make mobile telephony even easier. A company or a person that has an 
Internet site can make the information available for mobile users by transforming the 
pages into WAP pages. The content for wireless devices can be stored on any web server 
on the Internet. Content must be formatted suitably for the mobile phone's small screen 
and low bandwidth/high latency connection. [2] 
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2.3 WAP Advantages: 
 WAP extents across broad range of wireless networks, and it is designed to allow 
access to services via the Internet using simple SMS (Short Message Service) as well as 
fast packet-data networks such as GPRS. 
 With WAP technology, the end user can check his balance; pay bills; transfer 
money (Banking in general), or read the latest news about finance, book/buy a ticket; 
read about weather forecast and read/check the E-Mail even to take an instruction for 
special job and many other services are supported by WAP such as: Call management, 
Voice mail, Unified Message, and WAP integrate telephony with Internet based services, 
etc. [3] 
2.4 Benefits of using WAP-Based Solutions:  
WAP-Based Solutions for subscribers who are the most important beneficiaries of 
the work of the WAP Forum1 whose WAP specification was developed and written by 
experienced telecommunications experts who not only understand the technologies 
involved, but also the real needs of the subscriber. Consequently, the WAP specification 
delivers significant value to the subscriber. The WAP specification defines new standards 
to provide subscribers with: fast, efficient, secure, and easy to use transaction 
interface.[3] 
2.5 Internet and WAP Standards:  
 Internet standards such as Hyper Text Markup Language (HTML), Hyper Text 
Transport Protocol (HTTP), and Transmission Control Protocol/Internet Protocol 
(TCP/IP) are inefficient over mobile networks; they require large amounts of mainly text-
based data to be sent, and HTML cannot be displayed effectively on the small size 
screens of pocket-size mobile phones and pagers navigation around and between screens 
is not easy in one-handed mode. The important point is that HTTP and TCP/IP are not 
optimized for the intermittent coverage, long latencies, and limited bandwidth associated 
with wireless networks. HTTP sends its headers and commands in an inefficient text 
                                                 
1“ WAP Forum was established in DEC. 1997 with objective of bringing the convenience of the Internet 
into the wireless community.” [3] 
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format instead of compressed binary mode. Wireless services using these protocols are 
normally slow, costly, and difficult to use.  
WAP has been optimized to solve all the above problems by utilizing binary 
transmission for greater compression of data and is optimized for high latency and low 
bandwidth. WAP sessions cope with intermittent coverage and can operate over a wide 
variety of wireless transports using IP where possible and other optimized protocols to 
address the constraints of    a wireless environment. The WML language used for WAP 
content makes optimum use of small screens and allows easy navigation with one hand 
[3] 
 
2.6 The Internet Model: 
The Internet model makes it possible for a client to reach services on a large 
number of origin servers; each addressed by a URL. The content stored on the servers is 
of various formats, but HTML is the main format, which provides a means to describe the 
appearance of a service in a flat document structure; i.e. the entire content of a page is 
shown simultaneously.[3] 
The operation of surfing on Internet can be summarized as follows: when the user 
input the URL of the requested web site in the Internet browser, Internet browser takes 
HTML to the web site server which returns the web site to the internet browser, so that 
the browser can display it. The Internet model is shown in Figure 2.1. [3] 
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Figure 2.1 The Internet Model 
 
2.7 The WAP Model: 
 WAP makes use of the Internet model, which has been optimized to meet the 
constraints of a wireless environment to access the information offered by the Web. 
Figure 2.2 shows the WAP programming model that is similar to the Internet model on 
Figure 2.1. Without the WAP Gateway, the two models would have been practically 
identical. [3] 
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Figure 2.2 The WAP Programming Model 
 
2.8 WAP Elements:  
WAP elements are divided into three with respect to the infrastructure as follows: 
2.8.1 WAP Client: 
• Wireless Mark up Language (WML): 
A markup language used for authoring services, fulfilling the same purpose as 
Hyper Text Markup Language (HTML) does on the WWW. In contrast to 
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HTML, WML is designed to fit small handheld devices with a few input 
facilities, small display, a weak CPU and small memory. [2] 
 
 
• Wireless Markup Language Script: 
WML Script can be used to enhance the functionality of a service, just as for 
example Java Script may be utilized in HTML. It makes it possible to add 
procedural logic and computational functions to WAP based services. [2] 
• Wireless Telephony Application Interface (WTAI): 
The WTAI defines a set of features that provide a means to create telephony 
services. This is achieved by introducing a client interface to the mobile network, 
handling of network events, and allowing real-time services. [2] 
 
2.8.2 WAP Gateway: 
Wap gateway is a software system that helps WAP-enabled wireless devices to 
communicate to Internet web sites and applications. Web sites deliver pages in WML 
format that is compiled and forwarded by the WAP gateway. The protocol gateway 
translates requests from a wireless protocol stack to the WWW protocols (HTTP and 
TCP/IP). Gateways have a special role in the WAP system. They are the heart of the 
whole system, because they connect the Internet with mobile communication.  
• WML Encoder: to receive the request and convert it to HTTP Request. 
• WML Decoder: to receive the files and convert it to binary coded WML. 
• WML Script Compiler: to check the WML Script tags. 
• Filters: to convert received simple HTML files (if any) and convert it to WML. [2] 
 
2.8.3 Web Server: 
• WML Decks: decks to send it to gateways when requesting. 
• Web Site Contents: HTML, (CGI)- Common Gateway Interface that is a 
standard for external gateway programs to interface with information server (HTTP 
server)- and all other content. [2] 
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2.9 WAP Architecture/Infrastructure:  
 The WAP Model is not very different from the Internet model; it contains the 
same infrastructure beside the WAP Gateway that handles the operation of sending and 
receiving from/ to the WAP client mobile. 
Content for a WAP phone is delivered as compiled WML binary combination 
from a WAP gateway server. The gateway server gets the content from a regular HTTP 
server (web server), either as uncompiled WML or as ordinary HTML Web pages.  
The following figure summarizes how WAP works: 
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6. The gateway server converts the HTML files to WML using HTML Filter (if 
HTML is received). 
7. WAP gateway converts the resulting WML to WML binary combination forms. 
8. The gateway routes the WML binary combination forms to the nearest WAP 
device cell antenna. 
9. The antenna sends the data via radio waves to the WAP device of the end-user. 
10. The Microbrowser displays the page. 
11. The Wireless Telephony Application (WTA) is a gateway server that responds to 
requests form WAP clients directly. It is used to provide WAP access to features of 
the wireless network provider’s telecom infrastructure. 
The change of a WML file into byte code is a great compression of the data. Since 
all WML files are usually only text files and small size (and rarely) graphics the amount 
of data will get smaller up to one fourth of the original size. This makes for a much better 
transmission rate compared to the HTTP protocol. In other word, the binary compression 
makes a much faster transmission rate possible than the regular HTTP protocol over the 
wireless environment. [3] 
Note:  When retrieving the information from the net, WAP doesn’t send the entire 
message. Instead, the device sends a card (a packet of streaming data) that includes 
encoded requests for specific information, such as a stock quote or an address map.  
  
2.10 WAP Microbrowser: 
 A Microbrowser is a small size of the normal browser, capable of displaying 
pages coded in WML. It is client software designed to overcome the challenges of mobile 
handheld devices, which enable wireless access to services such as Internet information 
in combination with a suitable network server. A Microbrowser receives the data through 
the antenna and displays it using a concept of cards and decks. The WAP Microbrowser 
software within the mobile device interprets the byte code and displays the interactive 
WAP content.  
 
2.11 WAP Emulator: 
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 WAP microbrowser receives stream of WML data compiled by WAP Gateway 
and displays it. To make sure of the smooth work of the WAP Site using WAP phones is 
costly and it is inefficient because the site can be accessed hundred of times during 
development. As a solution to this problem, WAP Emulator (or Simulator) was created. 
It’s a useful tool to check the site before opening it up to public. It covers the 
functionality for both the WAP Gateway and WAP client. 
 
2.12 The OSI Model for WAP (WAP Protocol Stack): 
 To minimize bandwidth requirements, and guarantee that a variety of wireless 
networks can run WAP applications, a new lightweight protocol stack called the WAP 
protocol stack was developed. Because of the order of the independent levels (which are 
hierarchy), the protocol stack has the Advantage that the system is very flexible and can 
be scaled up or down. Briefly, it can be said that WAP is designed in a layered fashion in 
order to be extensible, flexible, and scalable. Because of the different levels (stacks), it’s 
called the “WAP Stack,” which is divided into 5 different layers: 
 
Wireless Application Environment (WAE) : Application Layer  
Wireless Session Protocol (WSP) : Session Layer 
Wireless Transaction Protocol (WTP) : Transaction Layer 
Wireless Transport Layer Security (WTLS) : Security Layer 
Wireless Datagram Protocol (WDP) : Transport Layer:  
  
As shown in Figure 2.4 bellow, every single one of the layers overlaps with the 
layer below to allow for developing various applications and services for certain stacks.  
 The WAP stack is an entity of protocols, which cover the wireless data transfer. 
This includes the stacks responsible for the layout and for the actual data transfer as well. 
The highest level of stack is the one that deals with the layout. A lower stack is 
responsible for the transfer and the security through WTLS. All stacks lower than this 
one are being called the network stack. Due to this hierarchy of stacks any changes made 
in the network stacks will have no influence on the stacks above. WAE is the only part 
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that is visible to the user; the other three works in the background to enable the transfer of 
contents from the WAP enabled web site to the end user. [1] 
 
 
 
 
Application Layer (WAE) 
 
Session Layer (WSP) 
 
Transaction Layer (WTP) 
 
Security Layer (WTLS) 
 
Transport Layer (WDP) 
 
Bearers: 
 GPRS SMS CSD USSD Etc...
 
Figure 2.4: The WAP Protocol Stack 
 
2.12.1 Wireless Application Environment (WAE): 
The environment for wireless applications (WAE) and the application for wireless 
phones (WTA) are the highest layers in the hierarchy of WAP architecture. These two are 
the main interface to the client device, which gives and controls the description language, 
the script language of any application and the specifics of the telephony. WAE and WTA 
have only a few easy functions on the client device, like the maintenance of a history list. 
Other usage for it is to generate the WML codes on the mobile’s Microbrowser. [1] 
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In order to make use of the WAP features, WAP assumes that two user-agents 
will be available in the wireless device: A WML/WML Script user agent (The 
Microbrowser), which interprets content in a well-defined manner and handles user-
interactions. The other agent is WTA user-agent that handles the telephony services. [1] 
 
 
2.12.2 Wireless Session Protocol (WSP): 
 The WSP has all the specifications for a session. It is the interface between the 
application layer and the transfer (transaction) layer and delivers all functions that are 
needed for wireless connections. A session mainly consists of 3 phases: start of the 
session, transferring information and the end of the session. Additionally, a session can 
be interrupted and started again, from the point where it was interrupted. [1] 
 
2.12.3 Wireless Transaction/Transfer Protocol (WTP): 
 The specifications for the transfer layer are in the Wireless Transaction Protocol 
(WTP) just like the User Datagram Protocol (UDP). The WTP runs at the head of the 
Datagram service. Both the UDP and the WTP are a part of the standard application from 
the TCP/IP to make the simplified protocol compatible to mobile terminals. The WTP 
adds reliability to the Datagram service by ensuring that the data packets reach the 
selected point. Its job is to re-transmit the lost packets, segmentation/reassembly and flow 
control.  
 
WTP supports changing together protocol data and the delayed response to reduce 
the number of transmissions. The protocol tries to optimize user interaction in order that 
wanted information can be received when needed.  
 
Figure 2.5 shows the session starts when WAP client request a session from WAP 
Gateway (Invoke Request), the WAP gateway answers by an Indication (acknowledge) 
reaching the client as confirmation. Then the gate way resulting the request by 
establishing the connection between itself and the client, then the client accepts it by 
acknowledgment reaches the gateway as a confirmation, resulting on the session 
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continuing (if WAP gateway doesn’t receive the Acknowledge, it will disconnect the 
session). [1] 
 
 
 
 
 
Client                                             Server 
 
                      
      WSP                          WTP                     WSP 
       TR_Invoke.req                          Invoke                              TR_Invoke.ind 
 
       TR_Invoke.cnf                    Acknowledgement                  TR_Invoke.res 
 
       TR_Result.ind                              Result                                 TR_Result.req 
 
 
       TR_Result.res                     Acknowledgement             TR_Result.cnf 
 
 
 
 
Figure 2.5: Way of Initializing the Session 
 
2.12.4 Wireless Transport Layer Security (WTLS): 
The Wireless Transport Layer Security (WTLS) is an optional layer, which 
consists of description devices. A secure transmission is crucial for certain applications 
such as e-commerce or WAP-banking. Furthermore WTLS contains a check for data 
integrity, user authentication, and gateway security. Briefly, The WLTS compresses and 
encrypts the data sent from mobile (device). [1] 
 
2.12.5  Wireless Datagram Protocol (WDP): 
The WDP represents the transfer/transmission layer and it is also the interface of 
the network layer to all the above stacks. With the help of WDP, the transmission layer 
can be assimilated to the specifications of a network operator. This means that WAP is 
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completely independent from any network operator. If WAP is used over a network 
supporting UDP, the WDP layer is not needed. On other networks, such as GSM SMS, 
the Datagram functionality is provided by WDP. This means that whether WAP uses 
UDP or WDP, it is given a datagram service, which hides the characteristics of different 
networks and provides port number functionality. If necessary, WDP can also be 
extended with functionality for segmenting and reassembling Datagrams that are too big 
for the underlying network. [1] 
It is also possible to extend WDP with an optional protocol for error reporting 
called Wireless Control Message Protocol (WCMP). This protocol can be used when 
WAP is not used on an IP network (IP has its own control message protocol). WCMP can 
also be used for informational and diagnostic purposes. [1] 
 
2.13 WAP Bearer 
The bearer offers a transport mechanism of transferring speech and data over the 
radio interface to the Mobile station. Protocols have either been designed or selected to 
operate over a variety of different bearer services. The bearers offer differing levels of 
quality of services with respect to throughput, error, rate, and delays. The protocols are 
designed to compensate for or tolerate these variety levels of services. Services offered 
include:  
• Short Message Service (SMS): 
Basic SMS provide a simple non real time store and forward service of text 
messages. A message is normally limited by 160 characters -in length- per short 
message. SMS may not be an adequate bearer for WAP because of the weight 
protocol of the protocol. This means that using SMS as a bearer can be time 
consuming and expensive practice. 
• Circuit Switch Data (CSD): 
CSD works by assigning a dedicated traffic channels to the Mobile Station during 
the entire session. Its traffic channels can carry a net data rate for the subscriber. It 
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lacks immediacy of dial-up connection time to the extend that in its best cases it will 
take about 10 seconds to connect the WAP client to the WAP gateway. 
 
• Unstructured Supplementary Services Data (USSD): 
It is a means of transmitting information or instruction over a GSM network. It 
has some similarities with the SMS since both use the GSM network’s signaling path. 
Unlike the SMS it does not store and forward service and is session-oriented such that 
when a user access a USSD service, a session is established and the radio connection 
stays open until the user, application, or timeout releases it. This has more in common 
with a CSD that SMS. 
 
• General Package Radio Services (GPRS): 
Is a new packet-based bearer that is being introduced on many GSM, it is 
immediate (there is no dial up connection), fast and supports virtual connectivity, 
allowing relevant information to be sent from the network as and when it is 
generated. 
There are two means of delivering proactively sending content to a mobile phone 
by SMS or GPRS (mobile originated) session with the content server. If a mobile 
terminates the IP traffic, this may allow unwanted information to reach the terminal. 
Users could make their requests via a WAP session, which would not therefore need 
to be blocked. As such, a WAP session initiated from the WAP microbrowser could 
well be the only way that GPRS users can receive information onto their mobile 
terminals. On the other hand CSD is not immediate enough because of the need to set 
up a call. 
WAP and GPRS can work optimally and be used widely together. As such, GPRS 
and WAP are ideal bearers for each other. This is to say that WAP facilitates 
applications across bearers once GPRS based WAP protocols are supported. [1] 
 
2.14 Disadvantages of WAP: 
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WAP as a protocol, despite of all its effectiveness and capabilities, it is not 
without disadvantages that include both the wireless network   and the wireless device, 
and can be summarized as follows:  
 
1. The Wireless Network: 
• Low Bandwidth: 
• High Latency: 
• Less Connection Stability/Unpredictable Network Availability: 
 
2. Wireless Device: 
Figure 2.6 shows the disadvantages of the wireless device (mobile). 
• Small Display 
• Limited Input Facilities: (keypad) 
• Limited Memory and CPU 
• Limited battery power. 
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Figure 2.6: Limitation of a Wireless Device  
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Chapter Three 
Wireless Markup Language (WML) 
 
 
 
 
 
 
 
 
 
 
 
 
3.1  Introduction to WML: 
WAP programming model is based heavily on the Web programming model. In 
most cases, the actual application, or other content located on the Web server will be 
native WAP created with WML. In some cases, the data services or content located on 
the Web server is HTML-based. Some WAP gateways could be made to convert HTML 
pages into a format that can be displayed on wireless devices. But because HTML wasn’t 
really designed for small screens, the WAP protocol defines its own markup language, 
the WML, which sticks to the XML standard and is designed to enable powerful 
applications within the constraints of handheld devices.  
In HTML, there are no functions to check the validity of user input or to generate 
messages and dialog boxes locally. To overcome this limitation JavaScript was 
developed. Similarly, to overcome the same restrictions in WML, a new scripting 
language known as WML Script has been developed. [4] 
 
3.2 Scripting in WML: 
 WML Script- as compatible with WAP- can be used to validate user input and can 
provide the user with feedback generated locally by the user agent, for instance in the 
form of error messages.  
 
Java isn’t compatible with WAP because java is a programming language and 
WAP is primarily a communications protocol and markup language. Instead of Java 
Script, there is a WML Script in WAP. WML Script is similar to JavaScript but has been 
optimized for use within modest handheld wireless devices. WML Script makes minimal 
demands on memory and CPU usage, while omitting a number of functions that are not 
required from other scripting languages. In addition, it adds procedural logic and 
computational functions to WAP based services. [4] 
 
3.3 Concept of Cards and Decks: 
When the WAP device retrieves information from the net, the entire message is 
not sent and instead WAP device sends a card. A card is a packet of flowing data that 
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includes encoded requests for specific information, such as a stock quote or an address 
map. Deck contains one or more cards.[4] 
 
3.4 Browsing WML File: 
WAP’s WML can’t be read on an HTML browser, and vice versa. So far, we can 
see the output code through just two methods: even by accessing the WML file through 
WAP device through WAP Environment, or by accessing it though Emulator that display 
certain WML Page from Internet. 
 
3.5 WML Capabilities: 
WML has the ability to initialize a variable with a commonly used string. It’s very 
handy for standard calls to CGI Scripts. It is similar to cascading menus on a typical 
windows/mouse system. It specifies alphabetic or numeric input for a field since the 
phone can switch keypad modes without the user having to find the key press to do that. 
[5] 
 
 
3.6 WML Simple Example: 
The fist three lines in Figure 3.1 are reserved to the WAP Forum Organization; it 
refers to the WML version and other informative data and no WML file will work or 
even emulate without them. A WML file can contain one or more cards (one Deck), in 
above example it shows just one card, and its name is "Mycard" it has been named using 
the <card id> tag, and when displaying, the card will be giving a label of  "My first card" 
using the <card title> tag. <p> tag indicates a new line or paragraph. Any attribute will 
cover the whole <p> tag ending using </p> tag. <card>  tag indicates the end of the Card 
where as </wml> tag indicates the end of the Deck.  
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  <?xml version=”1.0”?> 
<DOCTYPE wml PUBLIC “-//WAPFORUM//DTD WML 1.1//EN”” 
http://www.wapforum.org/DTD/wml_1.1xml> 
<wml> 
 
<card id="Mycard" title="My first card"> 
<p>Hello world!</p> 
<card> 
 
</wml> 
 
 
Figure 3.1 WML example 
 
The figure bellow explains layout of the above message on the WAP Emulator 
(M3GAT). 
 
Figure 3.2 Example Layout on WAP Emulator 
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3.7 Creating a WAP site 
  To making the site a “WAP-enabled” one means serving up WML content in 
addition to HTML. WML files are structurally simple, and therefore, very easy to code. It 
is easy to code static pages in WML. But the true value of a WAP service lies in its 
ability to serve information dynamically.  
There are three main ways to maintain a WAP Site. Fist is to keep two sets of 
documents for the same content- one in HTML and the other in WML. Using this way 
means that any change that is made in an HTML document must be reflected in the WML 
equivalent too, and the developer has to do that manually.  
The second method is used for larger web sites that are database-driven and it will 
have no problem in integrating WAP into their automatic content management systems. 
The script that is used to retrieve data from the database and populate HTML templates 
will have to be slightly modified to generate WML files too. This requires very little 
coding and time. 
The third way is done by maintaining a single source of content in XML 
documents, and use XSL style sheets for dynamic formatting. This provides for highly 
customized outputs. The choice is not limited on just HTML and WML; the request can 
be served according to whether the client is Internet Explorer, Microbrowser, and so 
on.[2] 
 
3.8 Internet Dynamic Pages 
 
3.8.1 Web programming and Dynamic Page: 
 Perhaps the most significant difference between standard markup languages page 
and a Dynamic page is the degree of interaction that can occur between the client and 
server. In static markup languages page, the conversation is essentially one- sided. The 
web’s potential uses are greatly increased by the capability to receive information back 
from the client. This functionality Dynamic page provides the ability to turn regular web 
pages into web application such as our project concept (WAP Application In Health Care 
database access) or any other web application. There are tow Side –Scripting:  
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• Client- Side scripting focus on putting the demands of computation in the hands of 
the client instead of the server. Thus, Scripting can be handled on the client’s side, 
Typically, the only time the server needs to be involved is when the web application 
needs to send email or access data files. Things like maintaining state, filling out 
forms, error checking, or performing numeric calculation, on the other hand can be 
handled by the client’s own machine. 
 
• Server – Side Scripting is a service provided by web server software in which 
certain markup languages comment tags  can be used to execute commands. It can be 
safer for clients since the programs run  under direct control of the server 
administrator 
  
  
 
While in the Client - Side Scripting is responsible for processing the  written 
scripts, the web server processes Server – Side Scripting.  
  
There are many methods to programming using Server –Side Scripts like: CGI, 
python, ASP (Active Server pages), JSP (Java Active Pages), Cold Fusion, and other. 
Although there are many different Server – Scripting  languages but their functionality are 
the same.  
  
The web programmer instructs a normal markup languages page and includes 
some of the scripting commands into the same page. After he finishes, he renames the 
page to the appropriate name with respect to the scripting language he selected (e.g. ASP 
for ASP language.). After that he puts that page into the web server directory. 
When the surfer enters the “http ://[server name]/[file name. Extension]”, the 
server realizes that this page is requested, then it will take the requested  page, execute the 
scripting commands into it, take the result and send it back to the client. 
  
 
 The important thing we have to know is that the responded file comes from the 
client server contains a markup languages tags only as execution result, which means that 
it has no any scripting commands. The other thing we have to know is that we should 
request the page from the server using the URI, if we put the physical location of the page 
(when using the PC as a server), the client’s emulator program will just ignore all 
scripting commands and print the markup languages content only. This is because it 
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hasn’t pass through the server to be served. Server-Side Scripting processes works as 
explained in the following chart:[3] 
 
 1. Client contacts server 
using HTTP Connection 
over the Internet 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
2. Web Server 
Software 
executes a 
Script 
Web Server 
Hardware 
3. Script creates ML 
page with dynamically 
obtained info. 
Database 
Script 
Web Server Software 
Email 
4. Web Server sends 
Client the ML prepared by 
the script 
 
Figure 3.3 Server - Side Script Working Scenario 
 
3.8.2 Introduction to ASP: 
An Active Server Page (ASP) is a Web page that contains server-side scripts in 
addition to the usual mixture of text and markup languages tags. When a user type a URL 
in the address box or clicks a link on a page, he is asking the Web server on a computer 
somewhere to send a file to him (client). If that file is a normal markup languages file, it 
looks exactly the same when the Browser (or Emulator) receives it as before the web 
server sends it. After receiving the file, the browser displays its contents as a combination 
of text and images. 
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In the case of an ASP, the process is similar, except there's an extra processing 
step that takes place just before the web server sends the ASP file to the client, it runs all 
server-side scripts contained in the page. Some of these scripts display the current date, 
time, and other information. To distinguish them from normal markup languages pages, 
ASP files are given the "asp" extension. 
Web programmers can use any scripting language to program ASP page for which 
the appropriate scripting engine is installed on a web server. A scripting engine is a 
program that processes commands written in a particular language. . 
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Chapter Four 
WAP For 
E-Health care Services 
 
 
 
 
 
 
 
 
 
 
 
 
4.1 Applications of WAP 
WAP as a new technology offers a wide range of facilities within the arena of 
sending and receiving and browsing of information from different locations for various 
uses. Based on wireless technologies, WAP uses mediums like Electronic notebook, 
Pager, Mobile, and other wireless devices. In that WAP bridges the gap between the 
mobile world and the Internet as well as corporate intranet. One of the most significant 
advantages of Internet access from mobile rather than PCs is the ability to instantly 
identify users geographic location.  
The proposed study focuses on the application of WAP technologies in Health 
Care Services as realized one the most crucial areas. 
There are two attributes of health care application of WAP industry that make it 
ideal for employing mobile computing technology. First of all it is one of the wide range 
fields in terms of its wide spread needs and effects. Second it is mission-critical area if 
we consider the type of services involved. 
One of the areas that need careful attention and consideration is the health care 
services as it affects everybody. Thus the project aims at applying WAP technology in 
this filed. 
Application of WAP technology in health care services by the proposed project 
requires availability of WAP service provided by the Internet service provider (Mobitel). 
Since this service is not available, as will be mentioned later, simulation technique is 
applied to depict the real situation. Beside that, the project supposes existence of            
E-Hospital System that links all hospitals together through the Ministry of Health’s 
network. This provides Doctors remote access to information through wireless device. 
4.2 Problem Area 
The area addressed in this project covers a well-defined range of applications in 
the health care facilities. Problem definition, as one of the system study steps, renders 
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itself as the most crucial one since it directly describes the current system’s deficiencies 
that restrain the achievement of pre set objectives. It is the step with which the system 
study begins. 
Once the problem is clearly defined, its range, which the proposed system will try 
to address; can easily be traced and thus help in initiating an attempt to find or think of 
possible solutions. 
The problem addresses the lack of immediate calling of patient records those who 
deserve immediate attention (to track their health) from remote locations (within hospital 
or home). The current practices are of the kind of manually taking patient records from 
clipboards or bedside charts. Some situations may require instantaneous tracking of 
critical situations for quick intervention to prescribe medications or consultation. 
Following is a set of problems, which are of immense importance.  
4.2.1 The Problem 
Doctors used to rely mainly on clipboards and bedside charts to track patient’s 
health. 
 
4.2.2 Subsequent issues: 
(1) Late response to handle or tackle patient’s critical conditions. 
(2) Lack of remote follow up of patients’ conditions (specially critical) except the use 
of telephones. 
(3) Lack of remote ordering of prescriptions in the hospital or from home. 
 
    This problem addresses a very vital kind of facilities specially those provide 
health care services where high-priced professional like physicians, surgeons, and nurses 
render those services. 
 
  The study takes up a vital kind of health care facilities involving cardiac diseases. 
This kind of diseases requires careful and immediate treatment and timely response to 
critical situations of cardiac disease patients. 
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 Services in this field, like the case with all medical fields, are rendered from a 
fixed location (Hospitals or Clinic). Professionals need to be in constant touch with each 
other in their specific specialty of expertise and profession, sometimes from remote 
locations.  
 
4.3 Objectives: 
 The proposed system tries to provide possible solutions to the above-mentioned 
vital issues in cardiac cases that justify immediate response as required and this will be 
thought of by attempting to apply an efficient methodology based on WAP applications 
through utilization of Mobile Phones. The proposed system is though to facilitate the 
process of attempting to achieve the bellow mentioned set of objectives. 
 
(1) Providing an emergency or instant response system to dedicate immediate or 
instant medication or consultation for special care deserving patient. 
 
(2)  Enable follow up of patients’ conditions by calling medical records from remote 
locations within the Hospital or from home. 
 
(3)  Enable remote access to prescribe medications or consultations to critical patient 
cases. 
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Part Three 
System Design & Implementation 
 
  
 
 
 
Chapter Five  
The System Requirements 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.1 Introduction: 
The system requirements explain how does the proposed system work. The 
project aims, as mentioned earlier, at utilizing WAP service capabilities to cover a wide 
spectrum of facilities. The proposed project attempts to extend this service to cover one 
of the most important and vital field in our life, that is health care services, especially 
those which require immediate attention like cardiac patients. 
WAP programming model, as mentioned in Figure 2.2, shows WAP elements, 
and since the project applied a simulation technique then the model components can be 
described as follows: 
 
5.1.1 M3Gate Emulator: 
 The project uses M3Gate Emulator to cover the functionality for both the WAP 
Gateway and WAP client. M3Gate is an extension for a Web browser. M3Gate can be 
integrated with Microsoft Internet Explorer and Netscape Communicator. It allows you to 
view pages in WML format intended for mobile WAP devices. With M3Gate you can 
explore WAP resources previously were accessible for owners of WAP devices only.  
 
5.1.1.1  M3Gate Features: 
 We select M3Gate because of some of its major features that include: 
• Interpreting of WML and WMLScript conforming to WAP 1.1 specification  
• Full support of Wireless BitMap Protocol (WBMP) image format  
• Unicode compliance. M3Gate supports the following character sets: Arabic, Baltic, 
European, Chinese and etc. 
• Ability to view local WML and WBMP files.  
• Changing font size.  
• Tracking of clicking on WAP links or entering addresses of WAP sites in a Web 
browser  
• Using search engine  
5.1.1.2  M3Gate Requirements: 
• PC-compatible Intel Pentium system or above. 
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• Microsoft Windows 9x / NT 4.0 (SP3 or later) / 2000 
• RAM: 16 MB or above recommended 
• Disk: 2 MB of free HDD space 
• Microsoft Internet Explorer 4 or above installed 
 
5.1.2  Web Server 
 Web server page design using Active Server Page files is required to enable 
dynamic access (as mentioned earlier) and also WML files are used to send the required 
deck to M3Gate Emulator when it is requested and they are compatible with 
microwbrowser. 
5.1.2.1 WAPtor Package: 
 The system uses WAPtor package to write WML files. The WAPtor program is a 
simple but powerful WML editor for Windows 95/98, Windows NT, and Windows 2000 
systems. It is easy to read color distinction of WML tags in the code of WAP page, and 
also the preview showing the approximate appearance of the designed page on the mobile 
phone display. 
5.1.2.2   WAPtor Features: 
• Opening and editing existing WML files. 
• Creating new files. 
• Enables to work with more than one file at a time.  
• The text editor enhanced with the color syntax highlighting gives users the 
opportunity to navigate through the WML code more easily, and to make changes 
more effectively.  
5.2 Windows 2000 Server: 
 The WAP emulator works on Windows-Servers operating systems, which include 
Win 2000 Server that can meet the requirements of this project. The system required 
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some modifications for Internet Information Services to make Windows 2000 server 
suitable to work with WAP technology for the proposed application 
 
5.2.1  Internet Information Services (IIS): 
Internet Information Services (IIS) for Microsoft Windows 2000 brings the power 
of Web computing to Windows; by easily share files and printers, Setup a personal Web 
server, and Access databases, all with substantial degree of security. 
IIS integrate proven Internet standards with windows, so that using the Web does 
not mean having to start over and learn to publish, manage, or develop. Windows 2000 
with IIS is the easiest way to share information and run powerful applications on web.  
5.2.2 MIME Types: 
Stands for Multipurpose Internet Mail Exchange. When an access is made to a 
“Web Page” using PC based browser, the “Web server” tells the PC browser the kind of 
document it should expect, this is done by using MIME Types. The common MIME 
Types for plain HTML document is “text/html.” and, for WAP microbrowser, special 
modification (configuration) is require. The MIME Types for serving WML contents are 
listed in Table 5.1. 
 
Table 5.1 MIME types for serving WML content 
 
Extension Type Description 
.wml text/vnd.wap.wml WML Source Code 
.wmlc application/vnd.wap.wmlc Compiled WML 
.wmls text/vnd.wap.wmls WML Script Source 
.wmlscriptc application/vnd.wap.wmlscriptc Compiled WML Script 
.wbmp image/vnd.wap.wbmp Wireless Bitmap 
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5.2.3 The required IIS modifications: 
 
Open IIS program by selecting Internet Service Manager from 
Start/Programs/Administrative Tools, from the menu select the relevant Server in the 
left hand side list and select Properties. 
 
 
 
Figure 5.1 Internet Information Service Screen 
 
Press Edit of Computer MIME Map 
 
 
 
Figure 5.2 Master Properties Screen 
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Press New Type… 
 
 
 
Figure 5.3 File Types Screen 
 
Fill in Associated extension and Content type (MIME) from table 5.1 
 
 
 
Figure 5.3 File Type Screen 
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5.3 About the database used: 
Design database that stores all Information required in this project. The database- 
on which Access is being used- consists of the following tables: 
Doctor table: Where the main details of the doctors are stored. This is enable doctor-to-
doctor and doctor-to-hospital contact. 
Doctor e-mail table: To provide doctors with e-mail service for purpose of sending and 
receiving emergency or consultation contacts. 
Patient table: Which contains data about patient records file and current status.  
The database relational tables are shown in Figure 5.4 
 
 
 
 
Figure 5.4 Relational Tables 
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Chapter Six  
Design & Implementation 
 
 
 
 
 
6.1 System Data Flow Diagram 
Level: 1 
  
The data fellow diagram below shows how actually the users interacts WAP 
application in accessing the E-Health care database 
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 The data fellow diagram below shows how actually the users interacts WAP 
application in accessing the E-Health care database 
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6.2 System Flowchart: 
 The Flowchart below illustrates how the system is simply designed . First the user 
password and ID are the condition for the doctor to enter the system . After the user 
verification is completed, his/her request is confirmed and needed tables are sorted so as 
he/she can make any needed autharized change . these changes are reported and entered 
in the master document inorder to update the database 
 
  
 1 
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Verify user type 
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Enter request 
2 
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6.3 System Output: 
The screens in Figure 6.4 show virtual interaction with the system in scenarios 
that depict real life situations of the applications of the proposed system under study. 
Screens are numbered irrespective of the order of the processes. 
(1) Enter URL to get to the service [screen no. (1)] then, 
(2) M3Gate screen appears [screen no. (2)] followed by 
(3) Login screen for user ID and Password [screen no. (3)] and then, 
(4) Welcome message [screen no. (4)] then, 
(5) Main menu  [screen no. (5)] but the Login screen verifies each user by his ID and 
Password by matching it in the DB intended for this purpose, then only he / she 
can get to the welcome message screen which means that the access is approved.   
 
All authorized persons repeat steps (1) through (5). 
 
To illustrate the steps, following is a virtual process or action   made by Dr. Mohamed 
Salih and Ali Hassan (as an example) who are included in the authorized persons list 
of the service.  
Process No. (1):  
Dr. Mohamed Salih accesses the service. 
[Screen no. (6)] shows that Dr. Mohamed Salih, who uses the service, intends to contact 
another doctor (Ali Hassan) who is also included in the doctors’ list in the database. Then 
the process goes as follows: 
- He selects the name of Dr Ali Hassan from the doctors list [screen no. (6)] from 
the DB, then  
- Keys in the Subject and the message contents and sends it (Sending a message)    
[screen no. (7)], 
- Receives (Sent message conformation)    [screen no. (8)], 
- Selects continue and gets to Main Menu    [screen no. (9)]. 
Process No. (2): 
Dr.Mohamed Salih is now using another choice from the Main Menu. 
Dr.Mohamed Salih is using the service to check a patient in a specific Hospital and 
Ward. From the Main Menu he selects (check patient) [screen no. (15)]. This process 
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shows how a doctor can follow up patients in different hospitals and wards timely by 
accessing and using (updating) the E- Health Service Database especially if he is far or at 
home. 
-  He gets select Hospital menu (select hospital) [screen no. (17)] so this directly gives 
him hospital list and ward list [screen no. (18) [screen no. (19)]], he selects 
(Khartoum Hospital and Medicine) and gets back to [screen no. (17)]  
- Selected Hospital and Ward appear, presses OK [Screen no. (20)] and unless he is 
authorized, he cannot get the access. 
- Selects a patient from the patients list in the DB [screen no. (21)], 
- Reads patient file (reads and writes a remark)  [screen no. (22)], then  
- Presses continue to go to patient’s list [screen no. (23)], to select another patient 
[screen no. (24)] else, 
- Press back to go to the main menu [screen no. (5)]. 
Process No. (3): 
This process shows that Dr. Ali Hassan wants to check his E-mail (Check E-mail) [screen 
no. (10)]. This process indicates that doctors have E-mails through which they can 
contact each other and contact different hospitals, which are included in the service DB. 
- He checks his E- mail list (received E-mails) [screen no. (11)], He has a message 
from Dr.Mohamed Salih (Ref. Process No. (1) [screen no. (7)] then he, 
- Reads the message contents [screen no. (12)], In the same screen, he selects (Reply) 
to the message if that requested information is available with him, so  
- He keys in the subject and message  [screen no. (13)], then he sends the message and, 
- Receives (Sent message conformation)   [screen no. (14)], in the same screen, he 
selects (continue) then, 
- Returns to the main menu [screen no. (5)]. 
¾ If the requested information is not available, he needs to get that paten’s file 
and sends the required report (in that case, he follows process No, (2). 
Process No. (4): 
This process gets the user into a brief information about the service developer.  
- From the main menu select about (select about)  [screen no. (26)],  
- Screen reads system Developer     [screen no. (27)] 
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    (1)             (2)                                   (3) 
        URL screen                             M3Gate screen                            Login screen    
 
 
 
                                                 
 
             (4)                                               (5)                                               (6) 
Welcome message                          Main menu                                  Doctors’ list  
                                                                                               Send an E-mail or contact  
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               (7)                                                (8)                                                 (9) 
 
   Message to be sent                  Sent message conformation                     Main Menu    
 
 
    
                                                           
 
            (10)                                                 (11)                                                  (12) 
      Check E-mail                               received E-mails                            message contents     
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                     (13)                                                   (14)                                          (15)  
       Sending a message                      Sent message conformation              Contact Doctor     
   
                                                                    
 
                                                                 
 
                      (16)                                                  (17)                                          (18) 
                check patient                                select hospital           select Khartoum Hospital   
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                       (19)                                            (20)                                          (21) 
               Select a Ward                   selected hospital and Ward                selected patient     
 
 
 
                                                     
 
                         (22)                                      (23)                                        (24) 
    Check patient file read and                  press continue to               select another patient 
             write a remark                             go to patient’s list 
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              (25)                                          (26)                                                (27) 
  Press back to go to about               select about                                 Information about 
                                                                                                                   the system    
                                                                                                                
Note: Screens are numbered irrespective of the order of the processes 
 
 s  
 
 
 
 
 
 
 
 
 
 
 Figure 6.4 Output Screen46 
  
 
 
 
 
Chapter Seven 
Conclusion 
 
 
 
 
 
 
 
 
 
 
Conclusion: 
 
Specially designed for microbrowser, WAP as protocol, is a global specification 
that empowers mobile users with wireless services to make the access and interaction 
with information and services easy. WAP is global application and standard 
communication protocol that makes Internet services available for mobile users and to 
permit them to access services and information.   
 
The transmission of Internet contents to wireless network and making requests for 
information from web servers in the normal form of URL is optimized by the WAP 
gateway software infrastructure that is residing in the operator’s network.  Binary 
transmission utilization permits greater compression of data and is optimized for high 
latency and low bandwidth. 
 
Technically speaking, WAP gateway helps WAP-enabled wireless devices to 
communicate to Internet web sites and applications by compiled and forwarded WML 
files written with WAPtor program, WML contents are served by a MIME type specially 
configured for WAP microbrowser. The protocol gateway translates requests from 
wireless protocol to the WWW protocols like HTTP, TCP/IP, etc. in short; WAP gateway 
connects the Internet with mobile communication. Architecture and infrastructure-wise, 
WAP Model is not very different from the Internet Model but only WAP gateway is 
required to handle communication.    
 
The proposed system illustrates an application area of WAP service by giving an 
example of Health care database access where cardiac ward is the main area of 
specification. The absent of service is the main hindrance for any real life application, 
yet, and to overcome this problem and to illustrate how the service can be applied, 
M3Gate Emulator is used. It permits viewing pages in WML format intended for mobile 
WAP devices. 
 
This is to display how the service can be applied and how it benefits all sectors in 
the society. Thus, it is worth recommending that the service provider should provide 
WAP services for all.
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Appendix A 
 
A.1 Content of (E_HCare.wml) 
 
 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
<wml> 
    <card id="welcome" ontimer= "#login"> 
 <timer value="20"/> 
 <p align="center"> 
       <img alt="Welcome !" hspace="0" src="welcome.wbmp" align="middle"/> 
             </p> 
</card> 
  <card id="login" title="Login"> 
    <onevent type="onenterforword"> 
 <refresh> 
  <setvar name="ID_no" value=" "/> 
  <setvar name="Password" value=" "/> 
 </refresh> 
  </onevent> 
  <onevent type="onenterbackword"> 
 <refresh> 
  <setvar name="ID_no" value=" "/> 
  <setvar name="Password" value=" "/> 
 </refresh> 
  </onevent> 
  <p align="center"></p> 
 <p>User ID:<input name="ID_no" type="text"  size="10" maxlength="15"    
tabindex="0"/></p> 
 <p>Password:<input name="Password" type="password"  size="10" maxlength="15" 
tabindex="1"/></p>  
 <p align="center">[<anchor title="login">Login<go  href="ehc.asp"> 
        <postfield name="ID_no" value=" $(ID_no)"/> 
       <postfield name="Password" value="$(Password)"/> </go></anchor>] 
</card> 
</wml> 
A.2 Content of About.wml 
 
 
<?xml version="1.0"?> 
<!-- created by WAPtor (http://www.wapdrive.net/) --> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
<wml> 
<card title="Project Team" id="about"> 
         <do type="prev" label="Back"><prev/></do> 
         <p align="left"> 
         <b>Developed by:</b></p> 
         <p align="left"> 
   <small>Suheir Mohamed Salih Bakhreiba </small> 
         </p> 
         <p align="left"> 
         <b>Supervisor:</b> 
  </p> 
        <p align="left"> 
    <small>Dr. Eiman Abu El Maaly </small> 
 </p> 
</card> 
</wml> 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
A.3 Content of ehc.asp 
 
 
<% 
 Response.contenttype="text/vnd.wap.wml" 
 set conn=Server.CreateObject("ADODB.connection") 
 Set rs=Server.CreateObject("ADODB.Recordset") 
 conn.open "wap" 
 rs.open"Select * from Doctors_table where ID_no="& request("ID_no") &" 
and Password='"& request("Password")&"'",conn,1,3 
 if rs.eof then 
  target=#wrongtry 
 else 
  session("MainID")=rs(0) 
  Session("FromEmail")=rs(6) 
  response.redirect"DoctorsLoginArea.asp" 
  end if 
%> 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
 
<wml> 
 <card id="wrongtry" title="result" 
     <p align="center"><b>Invalid ID or Password Try Again </b></p> 
    </card> 
</wml> 
 
 
 
 
 
 
 
 
 
 
 
 
A.4 Content of  DoctorsLoginArea.asp 
 
<% 
 Response.contenttype="text/vnd.wap.wml" 
  
%> 
 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
<wml> 
 <card id="welcome" title="Main Menu" ontimer= "#next"> 
  <timer value="20"/> 
  <p align="center"> 
      <b>Welcome to E-Health Care Services</b> 
          </p> 
 </card> 
 <card id="next" > 
      <p align="left"> Choose one...</p> 
      <p align="left"><a href="Doctors.asp">(1)Contact Doctors  </a></p> 
   <p align="left"> <a href="displayhospital.asp">(2)Check Patient </a></p> 
   <p align="left"> <a href="checkemail.asp">(3)Check E_mail </a></p> 
  <p align="left"> <a href="about.wml">(4)About </a></p> 
 </card> 
</wml> 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
A.5  Content of  Doctors.asp 
 
 
<%  
  Response.contenttype="text/vnd.wap.wml" 
  set conn=Server.CreateObject("ADODB.connection") 
  set rs=Server.CreateObject("ADODB.Recordset") 
  conn.open "dsnHos" 
  rs.open"Select * from Doctors_table",conn,1,3 
  if rs.eof then 
  response.end 
 else 
   while not rs.eof 
       Session("To")=rs(0) 
       Session("FromEmail")=rs(6) 
       Session("emailAddress")=rs(6) 
          Target= #doctors 
          rs.movenext 
 wend 
 end if 
%> 
  
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
<wml> 
<card id="doctors" title="Doctors List" onenterbackword="doctors.asp"> 
 <p align="center"> 
 <a href="DisplayComment.asp"> "& rs(2) &"</a><br> </p> 
 
</card> 
 
</wml> 
 
 
 
 
 
 
 
 
 
 
 
 
 
A.6  Content of  Displaycomment.asp 
 
<% 
  Response.contenttype="text/vnd.wap.wml" 
  set conn=Server.CreateObject("ADODB.connection") 
  set rs=Server.CreateObject("ADODB.Recordset") 
  conn.open "dsnHos" 
rs.open"Select * from Doctors_table where ID_no = "& request.QueryString("ID-
_no")    &"",conn,1,3 
  if rs.eof then 
   response.end 
  else 
   Session("Email")=rs(1) 
   Session("SendTO")=rs(0) 
   Target = #send 
  end if 
%> 
 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
<wml> 
   <card title= "send" onenterbackword="displaycomment.asp" 
    onenterforward="sendEmail.asp"> 
      <p align="left"></p> 
  <p>To:<input name="to" type="text"  size="10" maxlength="15" tabindex="0" 
            value="<%=rs(6)%>"/></p> 
  <p>Subject:<input name="subject" type="text"  size="10" maxlength="20"  
           tabindex="1" value="sub1"/></p>  
 <p>Message:<input name="message" type="text"  size="10" maxlength="100"  
            tabindex="1" value="mes1"/></p>  
   <p align="center"> 
    <br/> 
       <a href="#messagesend">Send</a> 
    </p> 
  <card title= "messagesend" > 
      <p align="center"> 
           The Messeg is sent...</p> 
      <p align="center"> 
            <a href="doctors.asp">Continue</a>&nbsp; <a href="DoctorsLoginArea.asp">   
             Back</a> 
   </p> 
 </card> 
</wml> 
 
A.7  Content of  sendEmail.asp 
 
 
<% 
 Response.contenttype="text/vnd.wap.wml" 
 set conn=Server.CreateObject("ADODB.connection") 
 Set rs=Server.CreateObject("ADODB.Recordset") 
 Set rsemail=Server.CreateObject("ADODB.Recordset") 
 conn.open "dsnHos" 
 rsemail.open"Select * from Doctors_table where email='"& request("to")&"'",conn,1,3 
 if not rsemail.eof then 
     for i=0 to rs.fields.count-1 
     session("sendto")=rs(0) 
     next 
    rs.open"Select * from email_table",conn,1,3 
  if not rs.eof then 
   rs.addnew 
   rs("ID_no")=session("sendto") 'Session("To") 
   rs("E_mail")=request("to") 
   rs("Subject")=request("Subject") 
   rs("Comment")=request("Comment") 
   rs("Sender_ID_no")=session("MainID") 
   rs.update 
 else 
   target="#error" 
 end if 
end if 
%> 
 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
<wml> 
<card id="error" > 
    <p align="center"> Try again</p> 
</card> 
 
</wml> 
 
 
 
 
 
 
A.8  Content of  displayHospital.asp 
 
<% 
  Response.contenttype="text/vnd.wap.wml" 
  set conn=Server.CreateObject("ADODB.connection") 
  Set rs=Server.CreateObject("ADODB.Recordset") 
  conn.open "dsnHos" 
  rs.open"Select Hospital  from Patient_table group by Hospital ",conn,1,3 
  if rs.eof then 
     target= #error 
  else 
     target=#enterhosp 
 end if 
%> 
 <p> 
 <% 
set conn1=Server.CreateObject("ADODB.connection") 
Set rs1=Server.CreateObject("ADODB.Recordset") 
conn1.open "dsnHos" 
rs1.open"Select Ward from Patient_table  group by Ward",conn,1,3 
if rs1.eof then 
        target= #error 
   else 
        target=#enterhosp 
 end if 
       target=#action 
%> 
 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
<wml> 
<card id="enterhosp" title="Hospital Menu"> 
<p align="left"> 
    <select value="hospital" name="Hospital"/>  
    <% while not rs.eof  
         response.write("<option> " & rs("Hospital") &"</option>") 
               rs.movenext 
               wend 
         %> 
    </select> 
    </br> 
   <select value="ward" name="Ward"/>  
        <% while not rs.eof  
               response.write("<option> " & rs("ward") &"</option>")
               rs.movenext 
               wend 
      %> 
   </select> 
<card id="action"> 
    <p align="center"> 
         <a herf="DisplayReport.asp">OK</a> &nbsp  <a herf="DoctorsLoginArea.asp">  
            Clear</a></p> 
</card> 
<card id="error"> 
   <p align="center">Error try Agin..</p> 
</card> 
</wml> 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
A.9  Content of  displayreport.asp 
 
 
 
<% 
Response.contenttype="text/vnd.wap.wml" 
set conn=Server.CreateObject("ADODB.connection") 
Set rs=Server.CreateObject("ADODB.Recordset") 
conn.open "dsnHos" 
rs.open"Select * from Patient_table where Hospital='"& request("Hospital") &"' and   
Ward='"& request("Ward")&"'",conn,1,3 
if rs.eof then 
   target=#error 
   else 
           while not rs.eof  
           target=#patient 
           rs.movenext 
           wend 
                response.write("</select>") 
  end if 
%> 
 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM/DTD WML 1.1//EN"  
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
 
<wml> 
<card id="patient" onenterbackward="DisplayReport.asp"/> 
    <p align="center">Select Patient... 
       <a href="PDetails.asp"& rs("Patient_name")&"'>" & rs("Patient_name")&    
       "</a><br>") 
</card> 
<card id="error"> 
 <p align="center">No Data Found ....... 
      <a href="displyHospital.asp">Back</a> 
 </p> 
</card> 
</wml> 
 
 
 
 
 
 
A.10  Content of  PtntDetails.asp 
 
 
 
<% 
Response.contenttype="text/vnd.wap.wml" 
set conn=Server.CreateObject("ADODB.connection") 
Set rs=Server.CreateObject("ADODB.Recordset") 
conn.open "dsnHos" 
rs.open"Select * from Patient_table where Patient_no='"& 
request.QueryString("ID") &"'",conn,1,3 
if rs.eof then 
   response.redirect"CheckDoctors.asp" 
  else 
            while not rs.eof  
  target= #patientfile 
            rs.movenext 
           wend 
 end if 
%> 
 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM/DTD WML 1.1//EN"  
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
 
<wml> 
     <card id="patientfile" onenterbackward=" PtntDetails.asp " title="This is a first 
      card"/> 
        <p align="left"></p> 
        <p><small><b>Name: <%=rs(1)%></b></small></p> 
        <p><small><b>Age: <%=rs(4)%></b></small></p> 
        <p><small><b>Status: <%=rs(6)%></b></small></p> 
        <p align="left"><small><b>Remark: </b></small></p> 
            <input type="text" size="30" maxlength="30" tabindex="1" value="text1"/>. 
       </p>  
       <p align="right"> 
           <a href= "displayreport.asp">OK</a> 
       </p> 
  </card> 
</wml> 
 
 
 
 
A.11  Content of  checkemail.asp 
 
 
<% 
Response.contenttype="text/vnd.wap.wml" 
set conn=Server.CreateObject("ADODB.connection") 
set rs=Server.CreateObject("ADODB.Recordset") 
conn.open "dsnHos" 
rs.open"Select * from Email_table where ID_no = "&session("MainID")&"",conn,1,3 
if rs.eof then  
   target=#error 
   else 
   while not rs.eof 
       taget=#message 
      rs.movenext 
      wend 
  end if 
%> 
 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
 
<wml> 
    <card id="Message" title="E_mail List" onenterbackward="checkmail.asp"/> 
        <p align="left"> 
             <a href="readComment.asp">" & rs(2) &"</a><br> 
        </p> 
   </card> 
   <card id="error" title=" ERROR"> 
       <P align="left">No Messages...</p> 
   </card>    
</wml> 
 
 
 
 
 
 
 
 
 
 
 
 
 
A.12  Content of  readcomment.asp 
 
<% 
Response.contenttype="text/vnd.wap.wml" 
set conn=Server.CreateObject("ADODB.connection") 
Set rs=Server.CreateObject("ADODB.Recordset") 
conn.open "dsnHos" 
rs.open"Select * from Email_table where ID_no = "& request.QueryString("ID") 
&"",conn,1,3 
if rs.eof then 
        response.end 
   else 
       Session("Email")=rs(1) 
       target=#readmail  
   end If 
%> 
 
<?xml version="1.0"?> 
<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN" 
"http://www.wapforum.org/DTD/wml_1.1.xml"> 
<wml> 
    <card title= "readmail" onenterbackword="readcomment.asp" 
       onenterforward="sendEmail.asp"> 
      <p align="left"></p> 
 <p>From:<input name="from" type="text"  size="10" maxlength="30" tabindex="0"        
         value="<%=Session("FromEmail")%>"/></p> 
  <p>Subject:<input name="subject" type="text"  size="10" maxlength="20"   
           tabindex="1" value="<%=rs(2)%>"/></p>  
   <p>Message:<input name="message" type="text"  size="10" maxlength="100"  
           tabindex="1"/><%=rs(3)%></p>  
      <p align="center"> <br/> 
      <a href="Displaycomment.asp">Reply</a> &nbsp  ; 
               <a href="DoctorsLoginArea.asp">Exit</a> 
        </p> 
    </card> 
</wml> 
 
 
 
 
 
 
 
Appendix B 
 
List of Abbreviations and Definitions: 
 
 
Abbreviation 
 
Abbreviation Full form & Definition  
 
ASP 
 
Active Server Page 
A Web document (HTML and WML or any Markup Languages) 
that use an embedded script language to provide dynamic content 
like displaying the results of a database or perform calculation.  
 
AUC Authentication Center 
Provides Network protection through authentication and encryption 
parameters. 
 
BSC Base Station Controller 
Provides all the control function and physical links between the 
MSC and BTS. 
 
BSS Base Station System 
System where the radio-related functions are performed. 
 
BTS Base Transceiver Stations 
Radio equipment like antennas, needed to service each cell in the 
network to handle the radio interface to the mobile station. 
 
CGI Common Gateway Interface 
Standard for external gateway programs that interface with 
information servers such as HTTP servers.   
 
CSD Circuit Switch Data 
A WAP bearer that Provides traffic channels to the Mobile Station 
during the entire session. 
 
DTD Document Type Definition  
Describes the data structure of an XML document. 
 
EIR Equipment Identity Register 
A database that contains information about the identity of mobile 
equipment. 
 
GIWU GSM InterWorking Unit 
A switching system functional units, consists of both H/W and S/W 
provides an interface to various networks for data communication to 
enable users swap between speech and data during the same call 
 
GMSC Gateway Mobile Service Switching Center 
Anode used to interconnect two telephony switching networks. 
 Abbreviation 
 
Abbreviation Full form & Definition  
 
GPRS 
 
General Packet Radio Services 
An ideal WAP bearer that Provides no dial up connection, and 
supports virtual connectivity to send relevant information as and 
when it is generated. 
 
GSM Global System for Mobile communication 
Digital Cellular or PCs standard used throughout the world. 
 
HLR Home Location Register 
A database used for storage and management of subscriptions. 
 
HTML Hyper Text Markup Language 
A document type consisting of text and tags that rule layout and 
hyper linking. It’s a standard set of codes used to define Web 
documents. 
 
HTTP Hyper Text Transport Protocol  
Set of rules for exchanging files on the WWW that runs on top of 
TCP/IP. 
 
PC Personal Computer  
MSC Mobile Services Switching Center 
A functional unit that Performs the telephony switching functions 
of the system and controls calls to and from other telephone and 
data systems. 
 
OSI Open Systems Interconnection Reference Model 
A model of communications between cooperating devices. It 
defines a seven layer architecture of communication functions  
 
OSS  Operation and Support System 
SMS Short Message Services 
A WAP bearer that provides a simple non real time store and 
forward service of text messages. 
 
SS Switching Systems 
GSM Network Element that is responsible for performing call 
processing and subscriber-related functions. 
 
TCP/IP Transmission Control Protocol / Internet Protocol 
A collection of protocols that has been issued as Internet standards. 
 
UDP User Datagram Protocol 
A protocol to determine the maximum packet size & provides fine 
tune transmission. 
 Abbreviation 
 
Abbreviation Full form & Definition  
 
URI  Universal Resource Identifier  
A way to identifying content in the Web, such as text file, media file, 
image file, or program. 
 
URL Uniform Resource Locator  
Unique address of a document or a resource on the Internet in the 
form (protocol://server domain name/pathname). 
 
VLR Visitor Location Register 
A database that contains temporary information about subscribers. 
 
WAE Wireless Application Environment  
Represents The application layer, it includes all the elements of 
WAP architecture released to application, speciation, & execution.  
 
WAP Wireless Application Protocol 
Open, global specification that empowers mobile users with wireless 
devices to easily access and interact with information and services 
instantly. 
 
WCMP  Wireless Control Message Protocol 
An optional protocol for error reporting attached to WDP and used 
when WAP is not used on an IP network. 
 
WDP  Wireless Datagram Protocol 
Represents the transport layer, it is the interface of the network layer 
to all the above stacks when wap is not supported UDP. It also used 
for segmenting and reassembling datagrams. 
 
WML Wireless Markup Language 
A hypertext markup Language used to represent information for 
delivery to wireless devices. 
 
WMLS Wireless Markup Language Script 
A Scripting Language used to program the mobile device and it is an 
extended subset of JavaScript Scripting Language. 
 
WSP Wireless Session Protocol 
Represents the Session layer, It is the interface between the 
application layer and the transfer layer and delivers all functions that 
are needed for wireless connections. 
 
WTA Wireless Telephony Application 
A gateway server that responds to requests from WAP clients 
directly.  
 
WTAI Wireless Telephony Application Interface  
A set of features that provide a means to create telephony services. 
 Abbreviation 
 
Abbreviation Full form & Definition  
 
WTLS  
 
Wireless Transport Layer Security 
An optional layer, it compresses and encrypts the data sent from 
wireless device. 
 
WTP  Wireless Transaction Protocol 
Represents the Transaction layer, it support chaining together 
protocol data and the delayed response to reduce the number of 
datagram retransmission. 
 
WWW World Wide Web 
All internet resources/ users that are using the Hypertext Transfer 
protocol (HTTP) 
 
XML eXtensible Markup Language 
A programming Language designed for formatting Web content to 
be viewed on any kind of device. 
 
XSL eXtensible Stylesheet Language   
A language for creating a style sheet that describes how data sent 
over the Web.  
 
3G Third Generation Networks  
Next generation of wireless technology. Multimedia 3G N/Ws 
transmit wireless data up to 2 MB/S making possible the 
integration of voice, dada, and video. 
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