Abstract-The increasing decline in easy oil has led to an increasing need for the optimization of oil and gas processes. Digital oilfields utilize remote operations to achieve these optimization goals and the remote telemetry unit and gateways are very critical in the realization of this objective. This paper presents a review of the RTUs and gateways utilized in digital oilfield architectures. It presents a review of the architecture, their functionality and selection criteria. It also provides a comparison of the specifications of some popular RTUs.
INTRODUCTION
The advent of Digital Oilfields, Smartfields or i-fields has led to an increase in the need to monitor, control and automate various systems at remote oil and gas production sites to increase production, reduce overall production cost, and reduce employee exposure. Control systems such as SCADA (Supervisory Control and Data Acquisition), or DCS (Distributed Control System) using Remote Telemetry Units and Gateways are deployed to achieve these control functions. The RTUs and gateways comprises of various components such as  HMI (Human Machine Interface)  RTU (Remote Terminal Unit): This collects the site data and sends it to a station via a communications system.  Supervisory systems/ Master station: this collects the information from the process and control the process. This is usually a computer.  Communication system that provides a means by which all components communicate securely without loss of data and information. Digital oilfield installations require bidirectional transmission of data from the sensors located in the field and control signals from the control room or the office domain to these sensors and devices located in the field. The data from the sensors are transmitted at defined intervals or by exception while the control algorithms used for the field devices can either be the on/off control or a variable control. This paper Ease of Use II. RTU Remote Terminal Unit (RTU) is a microprocessor-based device connected to sensors, transmitters or process equipment for the purpose of remote telemetry and control.
RTUs find applications in oil and gas remote instrumentation monitoring, networks of remote pump stations, Environmental monitoring systems, Air traffic equipment etc. [1] RTUs with the aid of appropriate sensors, monitors production processes at remote site and transmits all data to a central station where it is collated and monitored. An RTU can be interfaced using serial ports (RS232, RS482, and RS422) or Ethernet to communicate with the central stations. They also support various protocol standards such as Modbus, IEC 60870, DNP3 making it possible to interface with 3rd party software.
III. RTU ARCHITECTURE
The RTU architecture comprises of a CPU, volatile memory and nonvolatile memory for processing and storing programs and data. It communicates with other devices via either serial ports or an onboard modem with I/O interfaces. It has a power supply with a backup battery, surge protection against spikes, real-time clock and a watchdog timer to ensure that it restarts when operating in the sleep mode.
[2] Figure 1 shows the block diagram of a typical RTU configuration. A typical RTU hardware module includes awww.ijacsa.thesai.org certain time-out period the watchdog timer flags an error condition and can sometimes reset the CPU. [3] Figure. 
B. Analog Input Modules
An analog input signal is generally a voltage or current that varies over a defined value range, in direct proportion to a physical process measurement. 4-20 milliamp signals are most commonly used to represent physical measurements like pressure, flow and temperature. [4] . Five main components that makes up the analog input module are as follows: 
C. Analog Output Module
Analog Output modules function is to convert a digital value supplied by the CPU to an analog value by means of a digital to analog converter. This analog representation can be used for variable control of actuators.
Analog output modules features are as follow: 
D. Digital Input Modules
These are used to indicate status and alarm signals [5] E. Digital Output Modules These modules are used to drive an output voltage at each of the appropriate output channels with three approaches possible.
 Triac Switching: Triacs are used to achieve AC power control. The Triac responds primarily as a switch, the AC energy source for a portion of each alternation can be controlled [6]  Read Relay Switching www.ijacsa.thesai.org  TTL voltage outputs
F. Power Supply Module
RTUs need a continuous power supply to function, but there are situations where RTUs are located at quite a distance from an electric power supply. In these cases, RTUs are equipped with alternate power source and battery backup facilities in case of power losses. Solar panels are commonly used to power low-powered RTUs, due to the general availability of sunlight. Thermo electric generators can also be used to supply power to the RTUs where gas is easily available like in pipelines. [4] 
G. Communication interfaces
Modern RTU are designed to be flexible enough to handle multiple communication media such as  RS 232/RS 442/RS 485  Ethernet  Dial up telephone lines/dedicated landlines  Mircrowave/MUX  Satellite  X.25 packet protocols  Radio via trunked/VHF/UHF/900 Mhz
IV. GATEWAY
A gateway is a device with dedicated hardware and software that translates between two different protocols, making communication possible between networks of different architectures and protocols. The job of a gateway is much more complex than that of a network router or switch due to this conversion functions. Gateways in digital oil fields collate data from the RTUs in the field and remote sites and integrate these data into the Companies IT network Gateways are necessary for communication between terminals connected to heterogeneous networks using different protocols and having different network characteristics. They provide the connectivity between systems at remote locations with the target system to enable different network applications A gateway can function as a protocol gateway which converts between protocols; an application gateway which accepts inputs in one format translates it and then sends it, or a security gateway which basically acts as a firewall securing and filtering packets. [7] Components of a gateway 
