Introduction
The healthcare sector faces a constant pressure to improve its service and provide error-free processes with patient-centred approaches on a daily basis. Even though the expertise, management, and technology are prepared for the implementation of advanced technological solutions, issues of individual perception and willingness to adopt new technologies remain. Radio Frequency Identification Devices (RFID) chip implants for humans are no longer a notion from science fiction. Despite the lack of informa-Most of researches on RFID adoption are focused on organizational perspectives, as well as management and employee readiness (Cao, Jones, & Sheng, 2014; Chong & Chan, 2012a; J. a Fisher & Monahan, 2008; Lee & Shim, 2007; Lu, Lin, & Tzeng, 2013; Matta, Koonce, & Jeyaraj, 2012; Yazici, 2014) . Only a few studies focus on individual or end user perspectives (Katz & Rice, 2009) , therefore individual's perception of the RFID usage and an individual's willingness to adopt the RFID microchip implants seem to be neglected in the literature.
In this paper, the main viewpoint is focused to the end user, and it is argued that personal attitudes influence the acceptance of RFID subcutaneous microchip (RFID-SM) technology. The aim of the study is to investigate the attitude of potential RFID-SM users and applicability of a modified Technology Acceptance Model (TAM) to predict the individual's intention to use RFID-SM for healthcare purposes. According to previous studies on RFID acceptance, the basic TAM model was extended with three additional external variables, Health Concerns (HC), Perceived Trust (PT) (Garbarino & Johnson, 1999; Mou & Cohen, 2016; Smith, 2008; Suh & Han, 2002; Tung, Chang, & Chou, 2008 ; I.-L. Wu & Chen, 2005) and Age (Burton- Jones & Hubona, 2006; Morris & Venkatesh, 2000) .
RFID benefits, challenges and adoption in healthcare
RFID-enabled healthcare applications have been an interesting area of research in recent years (Fosso Wamba, Anand, & Carter, 2013; Yao, Chu, & Li, 2012) . Organizations in the healthcare industry are applying the technology to gain a competitive over their competitors (Chong & Chan, 2012b) . Two major trends in usage of human RFID microchip implants in healthcare exist (Bauer, 2007) : (a) improving of independent living and continuum of care, and (b) more proactive and less reactive healthcare system. RFID enables and supports processes in different areas of healthcare, drug administration system (Peris-Lopez, Orfila, Mitrokotsa, & van der Lubbe, 2011), medical tool tracking (Parlak, Sarcevic, Marsic, & Burd, 2012) , patient and staff management (Hu, Ong, Zhu, Liu, & Song, 2014; Z.-Y. Wu, Chen, & Wu, 2013) and alternative healing techniques ; where each has it own significant benefits and issues. The most promising RFID applications in healthcare are (van Oranje-Nassau et al., 2009): (a) tracking assets and people (Basham, 2014; Bergmann et al., 2012; Farra et al., 2012) , (b) identification of patients (J. A. Fisher & Monahan, 2011) , (c) automatic data collection and transfer (Amendola, Lodato, Manzari, Occhiuzzi, & Marrocco, 2014; Talpur & Shaikh, 2014; Tsirmpas, Rompas, Fokou, & Koutsouris, 2015) , (d) sensors for monitoring of patients (Occhiuzzi, Vallese, Amendola, Manzari, & Marrocco, 2014) .
RFID technology enables different beneficial usages, from being a memory storage device, enabling quick scanning, and processing large amounts of data (Mehrjerdi, 2011) , to higher level advantages, such as time saving or optimization of processes (Adhiarna, Hwang, Park, & Rho, 2013) or even to study social network interactions (Pachucki, Ozer, Barrat, & Cattuto, 2015) . Despite its benefits, ethical, security and privacy issues should be considered (Gasson & Koops, 2013; Masters & Michael, 2007; Monahan & Fisher, 2010) in order to achieve a higher level of RFID acceptance in healthcare applications (Safkhani, Bagheri, & Naderi, 2014; Z.-Y. Wu et al., 2013) .
The basic TAM has been used to identify the level of RFID acceptance in diverse healthcare applications (Carr, Zhang, Klopping, & Min, 2010; Zailani, Iranmanesh, Nikbin, & Beng, 2014) . The TAM model is the most frequently used theoretical approach to study societal responses to novel technologies (Venkatesh & Davis, 2000) . Despite its relative simplicity, TAM accounts for 30 -40% of information technology (IT) acceptance and predicts a substantial portion of the use or acceptance of health IT (Holden & Karsh, 2010) . Recently, attempts to extend UTAUT (Venkatesh, Morris, Davis, & Davis, 2003) , the upgraded version of TAM, to research the individual's viewpoint of technology adoption are presented (e.g. Nysveen & Pedersen (2016) .
Methods

Study design and participants
The cross-sectional study was performed as a web survey used to collect data about attitudes toward RFID-SM usage in Slovenia. In the period from January to March 2014 we received 649 responses. Two different channels were used to reach respondents: a) an email was sent to members of researchers' social networks (22% of responses) and b) an invitation was posted on the faculty web page and the web pages of several public media organizations (78% of responses). To include younger and older respondents, a primary school and a retirement home were also invited to participate. The age of respondents ranges from 12 to 90 years.
Questionnaire development and variables
The TAM-based extended model presented in Figure 1 was used as a basis for questionnaire development. The extended model includes all three basic components of TAM (Venkatesh & Davis, 2000) : Perceived Ease of Use (PEU), Perceived Usefulness (PU) and Behavioural Intention to Use (BIU) and adds the personal factors of Perceived Trust Organizacija, Volume 51 Number 2, May 2018 Research Papers (PT) and Health Concerns (HC). In Figure 1 , the hypothesized relationships among variables are presented with arrows, where a plus sign (+) represents positive impact and a minus sign (-) negative impact.
The questionnaire items were proposed based on the literature review and introduced during interviews with 10 volunteer candidates (6 of the volunteers were prone to RFID-SM implants, and 4 were not in favour). The items included in the final questionnaire items be found in Table  1 . The item "implanting RFID-SM is a painful procedure" within the external variable HC was removed from the model, based on a standard loading lower than 0.5 in Confirmatory Factor Analysis (CFA).
Items of HC, PT, and PEU, as well as the last item of PU, were measured on a 5-point scale of agreement ("strongly disagree" to "strongly agree"), while the first six items of PU were measured on a 5-point scale of acceptability ("very bad idea" to "very good idea").
Proposed based on several medical research papers (Foster & Jaeger, 2007; Katz & Rice, 2009; Rotter et al., 2008; van der Togt, Bakker, & Jaspers, 2011) , the component HC refers to four possible threats of RFID-SM usage: the possibility of movement in the body, affect on emotional behaviour, health threats due to possible allergies, and health threats because of impacts on the nervous system. Although a number of factors ifluences individual's trust (Bansal, Zahedi, & Gefen, 2015) , items of the component PT were restructured from previous research (Smith, 2008) . PT refers to an individual's trust that the state, banks and healthcare systems will be able to ensure security and protection of human rights in the fields of identification, tracking and archiving of personal data, financial transactions, and patient data on treatments and organ donation. The items of PEU (proposed based on previous research (Davis, 1989) ) were: a) the continuous availability of RFID-SM, b) the microchip cannot be lost or stolen (according feedback from the interviews), and c) microchip can simultaneously integrate multiple functions. Five items of PU were adopted from previous research (Katz & Rice, 2009) , while two items, on storing information about organ donation and a general statement on saving lives in different medical conditions, were added. BIU (defined according to the feedback from the interviews) included items regarding whether respondents would have an RFID-SM inserted for healthcare purposes, for identification purposes, for shopping and payment, and for everyday home usage. Special attention was given to the assurance that the microchip would not allow GPS positioning and tracking. Age was included in the model as a predictor variable of BIU since younger people are more prone to adopt new technologies (Burton- Jones & Hubona, 2006; Morris & Venkatesh, 2000) , while in general older people tend to use healthcare facilities more often (Srakar, Hren, & Prevolnik Rupel, 2016) .
Statistical methods
First, data were screened for missing patterns, since not all of 649 responses were suitable for the analysis. Namely, 44 respondents did not answer any of the questions , while 74 respondents did not answer any of the sociodemographic questions or at least one construct. This means that our sample consists of 531 respondents, where 475 of them were completely observed on variables of interest.
The percentages of missing data for individual variables vary from 1% to 5%, while the percentages of casewise missingness rates range from 0% to 73% with the
Figure 1: The extended TAM for analysing the behaviour intentions to adopt the RFID-SM
average percentage equalling 3%. Since missing data can result in severe bias and misleading results in the study (Horton & Kleinman, 2007) multiple imputations (MI) were used to improve the validity of the results (Mackinnon, 2010) .
Furthermore, the type of missing mechanism was assessed with Little's test (Little, 1988) carried out in R-package BaylorEdPsych (Beaujean, 2012) . The result (x 2 = 624.253, df = 619,p = .433) show that data on 531 respondents appear to be Missing Completely At Random (MCAR). Even in the case of MCAR, the MI method is more efficient than complete case analysis (White & Carlin, 2010) .
MI (m = 20) were used in the analysis of the dataset with missing values, which is a multistep procedure, where (a) missing data were imputed multiple times, (b) CFA and the Structural Equation Modeling (SEM) model was run on all imputed data sets, and (c) results were combined. All analyses were performed using R. MI were performed using the Amelia package (Honaker, King, & Blackwell, 2011) , while CFA and SEM were conducted using semTools (Pornprasertmanit et al., 2015) and lavaan (Y Rosseel, 2012) packages. All variables from the model, including sociodemographic questions, were used to impute missing data. According to a comparison of the mean values and standard deviations of the complete dataset (not reported here) and the imputed one (Table 1) an assessment of imputation integrity was confirmed.
Cronbach's alpha coefficients were calculated for each of the five subscales in our TAM on imputed datasets: 0.849 for HC; 0.928 for PT; 0.884 for PEU; 0.932 for PU, and 0.920 for BIU. All the values exceeded the level of 0.8 (Kline, 2011) , which indicates that the subscales of the survey questionnaire exhibited high internal reliability.
The construct validity of each scale was assessed using CFA and was evaluated via the convergent validity and the discriminant validity. The convergent validity should be examined based on three concepts (Fornell & Larcker, 1981; Koufteros, 1999) :
• Estimates of the standardized factor loadings should exceed 0.5 (or even 0.7).
• Composite Reliability (CR) for each latent variable should exceed 0.7. • Average Variance Extracted (AVE), which measures the amount of the common variance between the indicators and their construct in relation to the amount of variance attributable to measurement error for each latent variable, should exceed 0.5.
In order to investigate the discriminant validity of the measurement model, the square root of AVE of each latent variable was compared to the correlations between the latent variables, where the values of the square root of AVE for the corresponding latent variable have to be greater than corresponding correlations between latent variables to confirm discriminant validity. In addition, to confirm that the two scales do not correlate, the correction for attenuation of the correlation due to measurement error was calculated (Crocker & Algina, 2008) , where (according to rule of thumb) values below 0.85 indicates that discriminant validity exists between two scales. In the final step, SEM was used to test the predicted relationships among the constructs of the extended TAM. Since there are endogenous (dependent) binary variables in the model, the robust Weighted Least Squares Mean and Variance-adjusted (WLSMV) estimation in the lavaan package was used to test the proposed SEM hypotheses. The WLSMV estimator uses Diagonally Weighted Least Squares (DWLS) to estimate the model parameters and the full weight matrix to compute the robust standard errors, mean-adjusted and variance-adjusted test statistics (Yves Rosseel, 2014) .
The sample size of 531 is more than sufficient to achieve the statistical power necessary for SEM with three or more measured items per latent variable. It also clearly satisfies Loehlin's rule of thumb (Siddiqui, 2013) , which states that the sample size should be at least 50 more than eight times the number of measured items in the model (which is equal to 242 in our case). An ideal sample size-to-parameters ratio would be 20:1 (Kline, 2011) . Our sample size meets this stricter criterion since the ratio of our sample size-to-parameters is 22:1.
In order to assess the fit of the measurement model and the structural model, the overall fit was examined based on various sets of commonly-used fit indices. Since x 2 statistics itself is sensitive to the sample size, the ratio of x 2 / df, which should be lower than 3 (Teo & Zhou, 2014) , was used. The values of the Tucker Lewis Index (TLI), also known as Non-Normed Fit Index (NNFI), and Comparative Fit Index (CFI) should be at least 0.9 (Koufteros, 1999) . The Root Mean Square Error of Approximation (RMSEA) value should be below 0.06 (Teo & Zhou, 2014) , while the more precise interpretation of the RMSEA suggests that the values below 0.05 are declared as "good" and the values below 0.08 as "mediocre" (MacCallum, Browne, & Sugawara, 1996) .
The values of standardized path coefficients (β) and corresponding z-values reflect the relationships among the latent variables in terms of the magnitude and statistical significance. For every endogenous latent variable, the coefficient of determination R 2 is also calculated, for which the predictive capability of the model is satisfactory if R 2 is more than 0.1 (Escobar-Rodriguez & Monge-Lozano, 2012).
Results
The sample consists of 57% of females and 43% of males. Among the respondents, 12% are in the primary school, 11% are in the secondary school, and 12% are at the university. More than half of the respondents (51%) are employed, while 7% are pensioners, and 7% are unemployed. The age of the respondents ranges from 12 to 90 years, with an average age 33.6 years (SD = 15.1).
Descriptive statistics
First, descriptive statistics were calculated for five model components as well as for 23 measured items. The results of MI are listed in Table 1 .
It can be seen from Table 1 The means of three components are 3.216 for HC, 3.613 for PEU, and 3.334 for PU, which indicate that the overall response could be classified as positive. The mean of PT is equal to 2.572, which indicates that the average perceived trust on security issues assured by state, banks, and healthcare system is rather low.
Five items of BIU were measured as dichotomous variables. Therefore, in Table 1 only the percentage of the respondents that answered positively on the individual item are presented. The highest proportion of the respondents (44%) would insert an RFID-SM for health care purposes, such as identification, storage of medical data, information on organ donation, etc.
Analysis of the measurement model
The unstandardized and standardized factor loadings together with corresponding z-values for each measured item are presented in Table 2 . All standardized factor loadings for MI exceed a threshold of 0.5 for convergent validity, while 91% exceed the stricter threshold of 0.7. The examination of z-values reveals that they exceed the critical value at the 1% significance level for each of the estimated factor loadings.
The values of CR and AVE for all five latent variables of the model are presented in Table 3 . All values of CR easily fulfil the criterion that CR has to be greater than 0.7, since the lowest CR value for MI equals 0.802 (for the latent variable HC). The AVE values for all five latent variables are above the desired threshold of 0.5, since the lowest value of AVE is equal to 0.508 (for the latent variable HC). The obtained results prove the convergent validity of the set of latent variables and corresponding measured items in the measurement model.
All the values of the square root of AVE for the corresponding latent variable are greater than corresponding correlations between latent variables (not reported here). The correlations corrected for attenuation (presented in the lower triangular part of the right panel of Table 3 ) among the latent variables are all lower than 0.85. We can conclude that the measured items have more in common with the latent variable that they are associated with than they do with other latent variables of the model. Therefore, the discriminant validity can be confirmed.
In our measurement model, the obtained value of χ 2 / df = 1.715 (χ 2 = 377.340, df = 220) is lower than 3, and both TLI = 0.940 and CFI = 0.948 are greater than 0.9. The RMSEA is equal to 0.037, and the upper bound of 90% confidence interval of RMSEA (0.030, 0.043) is lower than 0.05. Based on the whole set of the calculated fit indices, it could be concluded that the measurement model fits the sample data reasonably well.
Evaluation of the structural model and results of hypotheses testing
The structural model was tested based on the MI dataset, which provides more accurate and less biased results in comparison to the complete case dataset. The results and conclusions of both datasets are consistent. Therefore, details of the model based on complete cases are not reported here. First, the goodness-of-fit of the SEM was tested. The results show that the model has a good fit according to the following indices: χ 2 /df = 1.752 (χ 2 = 425.677, df = 243), TLI = 0.933, CFI = 0.941, and RMSEA = 0.038 with its 90% confidence interval (0.032, 0.044). Figure 2 shows the evaluated structural model: values of standardized path coefficients (β) (and corresponding z-values), which reflect the relationships among the latent variables in terms of the magnitude and the statistical significance. For every endogenous latent variable, the coefficient of determination (R 2 ) is also calculated. The predictive capability of the model is satisfactory because all the values of R 2 are higher than 0.1 (the smallest value is 0.294 for the variable PT). Based on the values of the standardized path coefficients and the corresponding z-values, each of the nine hypotheses (graphically represented in Figure 2 ) was supported or rejected.
According to the TAM theory, three positive relationships exist: the positive impact of both PU and PEU on BIU (hypotheses H3 and H4c in our model), and the positive impact of PEU to PU (H4b). Our results show that we can support the hypotheses H3 and H4b, while we cannot 
Perceived Trust
The state will ensure the security and the protection of human rights (security of identity documents, passport, identity theft, tracking via GPS, no records should be archived without the consent of the person observed). (PT1) The healthcare system will provide security (personal data, medical data, information on treatments, organ donation, etc. if you were assured that GPS positioning and tracking were not possible? 35% According to the value of β, the impact of PEU on PU is the strongest in the model. The variable PU has three significant predictors that can explain 61% of its total variance: PEU, PT and HC. Furthermore, it was determined that PU, PEU together with the external variable PT explain 62% of the total variance of BIU.
Hypotheses H1a and H1b assumed a negative impact of HC on PT and PU. According to the results, both hypotheses (H1a and H1b) can be confirmed. In addition, HC have a higher negative impact on PT than on PU.
Based on the results we can also confirm that, in contrast to HC, PT has a positive impact on PU (H2a) as well as on BIU (H2b).
According to the confirmation of the hypothesis H5 we can also conclude that age, the additional external variable, has a negative impact on the BIU.
Discussion
The aim of the study was to research the attitude of potential RFID-SM users, and further, to study the applicability of a modified TAM to predict the individual's intention to use RFID-SM for healthcare purposes. For several years, there have been no technological barriers keeping this technology from being introduced in Europe. Nevertheless, concerns among potential users about privacy issues, personal data security, implants' impact on health and similar concerns persist. To include all of these issues, and to determine the "important others" of the RFID-SM acceptance, as suggested by previous research (Holden & Karsh, 2010) , we have extended the original TAM model with three external variables, i.e. Health Concerns, Perceived Trust and Age.
The results of the model evaluation with SEM showed that our extended TAM meets all the criteria of both the data and the objective pursued. Except one, all proposed hypotheses were accepted.
The highest proportion of the respondents from the MI dataset (Table 1) would primarily consider using the RFID-SM for healthcare purposes (44%), rather than for personal identification (28%), home use (26%) or shopping and payment (22%). With the assurance that there is no possibility of GPS positioning and tracking, the number of potential users increases (35%). This indicates that traceability and privacy issues influence their decision and are therefore a vital factor to consider.
Perceived Trust has a positive impact on Perceived Usefulness and on Behavioural Intention to Use RFID-SM. From the perspective of RFID-SM introducers and/ or manufacturers, this is one of the most important factors, because it is difficult to increase or improve the Perceived Trust. The respondents (Table 1 ) declare that they do not trust that the state (M = 2.396) the banks (M = 2.600) and healthcare system (M = 2.729) can provide the appropriate level of safety and security related to RFID-SM usage. This could be explained by negative experiences of individuals (stolen identity, credit card scanning, frauds etc.) or situations in which state authorities used methods of monitoring people without their knowledge for state security reasons. In addition, most citizens do not realize that new passports already have installed RFID micro- chips with their fingerprints or even more personal data, depending on the state of origin. Our results on Perceived Trust are similar to Chong & Chan (2012a) , who found that confidence is relevant in the case of RFID introduction in the healthcare sector, although their study was focused on employees' viewpoints. In the research of the Near Field Communication (NFC) adoption Dutot (2015) confirmed a positive influence of Trust on Perceived Usefulness, while positive impact on Perceived Ease of Use was not confirmed. Here, we would like to emphasize that we confirmed the proposed (reverse) positive impact of Perceived Ease of Use on Perceived Trust which was stated due to the simplicity of RFID-SM usage. The influence of Perceived Ease of Use on Behavioural Intention to Use is not statistically significant. We could explain this deviation from original TAM with the fact, that the RFID-SM is a technology that does not require any interference of the user once implanted; therefore, the Perceived Ease of Use is not a relevant for the intention to use RFID-SM for healthcare purposes.
While previous research (Carr et al., 2010) found no relationship between the factors Perceived Ease of Use and Intention to Use, our results show that Perceived Ease of Use positively influences Perceived Usefulness as well as Perceived Trust. Similar to Perceived Trust, the strong influence of Perceived Ease of Use on several other variables could indicate its general importance for the acceptance of the proposed technology.
Health Concerns negatively influence the Perceived Usefulness and Perceived Trust. In the concept of Health Concerns, dangers and fears that potential users perceive as threats to their health from the use of RFID-SM, are included. Although the Food and Drug Administration (FDA) approved the use of RFID-SM in 2004 ( FDA Approves Implantable Chip, 2004 , the majority of the respondents remain sceptical and afraid of negative side effects. The sceptisizm and fear could be aligned with previous research by Albrecht, Pramann, & von Jan (2014) , which emphasizes the side effects of the RFID microchip implants.
The relationship of Age to the Behavioural Intention to Use an RFID-SM was analysed. Our results showed that Age has a negative impact on Behavioural Intention to Use RFID-SM. The older a potential user is, the less likely he/ she is to consider the possible use of RFID-SM. Young people are always in favour of new technology and ignore the possible side effects, while older potential users are more critical toward innovations and are more concerned about their health.
Limitations
From 649 respondents, 82% provided answers to the items in the proposed model. Since not all of the responses were complete, we included all those respondents who provided at least sociodemographic characteristics and response to at least one construct and used MI to simulate missing data. For non-respondents, we cannot determine the reasons for not completing the survey.
Although, a part of respondents was recruited through authors' social networks, we believe that the impact of authors' social network can be neglected due to the relatively small percentage of those responses (22%). In addition, two thirds of authors of this paper are not prone to RFID-SM implants.
We assumed differences among respondents depending on their age, and the analysis of the research model confirmed that. The new research design should take special care to include more a representative sample of older people, e.g. a paper survey for those who have no internet access or personal interview could be included.
On some job positions, the use of RFID-SM can be obligatory (e.g. special police forces for narcotics with access to highly secured data) in order to control access and ensure traceability. Therefore, the attitude of those employees toward RFID-SM usage have to be explored.
To the best of our knowledge, RFID-SM is not included in any law on medical implants in Europe, but its usage was approved in USA by FDA in December 2004 (FDA, 2004) . Three years later, a bill was signed by governor of California, prohibiting forcing employees to receive RFID-SM implants against their will (Jones, 2007) . Since legislation issues were not the aim of this paper is not to study, we propose that more studies from this perspective should be conducted.
Conclusions
This study has proposed an extended TAM model to examine the intentions to use RFID-SM implants in healthcare. The results of SEM tests confirmed all our hypotheses except one, which indicates, that the Perceived Ease of Use is not a relevant predictor of RFID-SM usage for healthcare purposes. There is a pool of potential users that supports the possibility of implementing RFID-SM in healthcare since almost half of participants in our study indicated their intention to use microchips for healthcare reasons. According to previous studies (Smith, 2008) , almost a quarter of students agreed that they would be implanted with RFID-SM; the share of potential users in our study is double that. Our study indicates that a lack of trust presents a significant obstacle for adoption. Therefore, effort must be focused on gaining the trust of potential users. Laws and the general culture among providers must be raised to such level that the trust in state and healthcare system would be not problematic. The obligatory use of microchips cannot be considered. It should be the free choice of users that accept such technology. More research must be done to prove the reliability and harmlessness of RFID-SM and its technical possibilities to enhance patients' health. New secured systems must be developed to secure the use of microchip and prevent the possibility of its unconventional use or misuse. In our opinion, future research should be focused on the willingness to adopt the RFID-SM technology for joint general identification (ID card, passport, driver's licence, health insurance), which would replace the diversity of identification cards currently used. Technology and knowledge are obviously not a limit.
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