Abstract. In the last 10 years several approaches and technologies other than MAS (such as Web services and Grid computing) have emerged, with the support of the industry, providing their own solutions to distributed computation. As both Web services and Grid computing are based in the concept of service orientation, where all computation is split in independent, decoupled services, there is an opportunity for MAS researchers to test and extend their mechanisms and techniques in these emerging technologies. In this paper we describe a way to adapt the HARMONIA framework to be applied in highly regulated Web services and Grid computing scenarios. To do so we include a provenance mechanism as part of our norm enforcement mechanisms, which can be integrated into a SOA Governance workflow. We will show with an example how provenance allows the observation of both service interactions and (optionally) extra information about meaningful events in the system that cannot be observed in the interaction messages.
Introduction
With the growth of the Internet and the World Wide Web over the last fifteen years, previous metaphors for computation have been superseded by a new metaphor, of computation as interaction, where computing is not an action of a single computer but the result of a network of computers. Multi-Agent Systems (MAS) are one of the technologies that have emerged in this new metaphor. But they are not the only one. In the last 7 years other technologies such as Web services [1] and Grid computing [2] have emerged and matured, with the support of both the research community and the industry. These technologies are based in the concept of service-orientation [3]: a distributed system is comprised of units of service-oriented processing logic (the services) which hide their internal logic from the outside world and minimize dependencies among them. Recently some of these service-oriented technologies are converging into a single overarching framework, called Service-Oriented Architectures (SOA). Such framework is creating a collection of best practices principles 1 . But there are still deeper questions in 1 Some of these principles are service abstraction (beyond what is described in the service contract, services hide logic from the outside world), service loose coupling (services maintain a relationship that minimizes dependencies and only requires that they maintain an awareness of each other) and service autonomy (services have control over the logic they encapsulate). See [3] for more details and patterns in service-oriented design.
the SOA community regarding the functioning of distributed systems using automated components. Many of these issues have been tackled in the research areas of Artificial Intelligence, Distributed Artificial Intelligence and, in particular, Multi Agent Systems research. Thanks to the closeness between agent oriented and service-oriented approaches, some cross-fertilization between both technologies is feasible. The SOA community already has identified some potential to integrate agent research in SOA. For instance, Paurobally et. al have proposed to adapt and to refine Multi-Agent Systems research community results to facilitate the dynamic and adaptive negotiation between Semantic Web Services [4] . Foster, Jennings and Kesselman already identified in [5] the opportunity to have some joint research between the Grid and Agents communities.
In our view, there are also opportunities to apply both organizational and institutional approaches in SOA technologies in order to create a social layer on top of existing Web services and Grid platforms. To do so there are two main extensions to be done to SOA platforms:
-The introduction of additional semantics to the communication between services, in order to be able to check the actual behaviour of the actors in a distributed scenario from the intended behaviour. -The introduction of higher-level behavioral control mechanisms, based in the extraction of some concepts such as commitments, obligations and violations, which can be derived thanks to some intentional stance extracted from the communication semantics.
There have been already some attempts for the first extension. An example is the work presented in [6] , where a connection between Agent Communication Languages and Web Service Inter-Communication is proposed, to then extend service communication with some FIPA performatives. The architecture we present in this paper uses this approach.
In the case of the second extension (introducing higher-level behavioral control mechanisms in SOA) it is necessary to have a language and a framework with which to model and manage the commitments. In this paper we present an approach that tackles this issue by defining a provenance-aware norm enforcement framework which combines agents and web services from an institutional approach, using substantive norms and landmarks.
SOA behaviour Control and Monitoring

Provenance
The aim of the IST-funded EU Provenance project was to conceive a computer-based representation of provenance in distributed service-oriented applications that allows users to perform useful analysis and reasoning. The provenance of a piece of data is the documentation of the process that produced the data. This documentation can be complete or partial (for instance, when the computation has not terminated yet); it can
