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With the rapid growth of China's economy, the degree of electronic information 
technology gradually increased understanding of the various departments gradually 
increased data security management, and how the data is the key to our information 
security management system analysis problems. Our Land Resources Unit is no 
exception, in order to improve information security capabilities to the maximum 
extent, while ensuring the normal operation of the unit of land and resources 
information systems, land and resources for data management unit unified, 
standardized integration and optimization of data quality, improve work many other 
aspects of the quality of personnel proposed a new topic. 
This article introduces the control user access rights for the user login different 
levels corresponding control, user authentication technology, mainly to provide 
appropriate support for the theoretical aspects of user authentication, data protection 
primarily to prevent malicious copying and downloading malicious files control the 
maximum extent possible, in addition to the corresponding data encryption, data loss 
prevention, data protection unit made outstanding contributions. 
This article mainly through file-sharing way to achieve access and use is 
prohibited to copy data to a local computer; just outside audit by a local computer file 
copy, modify behavior; On this basis, the port on the local machine computer monitor, 
document only Kaoru, you can not beat the computer; Finally, by controlling the size 
of the downloaded file to prevent the downloading of data basis, this study design 
based on data security unit of land and resources management system compared with 
most of the current system, with better applicability, scalability, integration, security, 
suitable for the application of information technology development. 
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在 2000 年时全球由于信息安全管理不当而带来的损失大约为 36.1 亿美元，而仅
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