Abstract. This work aims to give an overview about the current research concerning mobile robots in smart environments. It is part of the motivation of a paradigm that aims to shift complexity away from mobile machines into the (smart) environment without sacrificing the safety of the overall system. Several results of current and ongoing research will be presented, including a powerful simulation environment that allows to simulate the overall system including ambient sensors, communication within a wireless sensor network (WSN) and mobile robots. Also some experiments about the localization of mobile robots in smart environments and results will be presented.
Introduction
This work aims to introduce a new view over mobile robots in a variety of environments that do not only accommodate machines, but also human beings, moving around rather unconstrained. Growing installations of smart environments and smart technology in everyday life bring a lot of interesting technology into homes [Har03], offices, public buildings and factories [Zue08] . A question of great importance for today's roboticist is how this technology, which is present anyway in most cases, can be used to improve mobile robots in terms of costs, performance and safety.
The goal is to introduce a paradigm change in mobile robotics: very complex robots with a large magnitude of complex onboard sensors should be replaced by much more simple mobile systems which make use of ambient sensors embedded into the environment. However, when dealing with these sensors which are made of cheap off-the-shelf components and especially in conjunction with wireless technology, it is absolutely crucial to take precautions so that the safety of the whole system is not sacrificed. Failures in such systems which mainly consist of small, battery-powered devices are manifold. They include theft, battery failures, wireless interference, deliberate manipulation and more.
The first parameter that should be optimized is thus the safety of human beings while providing the same quality of service as with traditional complex mobile machines. The other important parameter that is to be optimized is the overall cost of the system (which includes the infrastructure in the smart environment as well as the mobile robots) in comparison to a traditional environment with the same number of complex mobile robots, performing identical tasks.
This key idea and the single aspects that are connected with it are visualized in Fig. 1 . In the center, the goal can be seen: enabling safe and cost-effective navigation of autonomous vehicles in a variety of smart environments. The arrows in the diagram indicate the shift of complexity from the mobile machines into the environment and into the model knowledge. There are a number of highly important research fields that are immediately connected with that goal. The complexity of the system as a whole is shifted from the autonomous vehicles to the two big fields Smart Environments and Models. A large chunk of effort will have to be put into models that are suitable for these new systems. When sensors that once provided very rich information (such as laser scanners) are removed from the mobile robots, large gaps in their perception of the environment will arise. These gaps must be filled with better models of the robots' world that provide accurate results even when only sparse information is gathered from the smart environment.
At first, there will be two classes of models: models of the environment in form of maps (this aspect is well-known in mobile robotics) which are enhanced with models of the ambient sensors, including their mounting positions and sensing characteristics. Also, dynamic elements will have to be modeled to some extent, e.g. in the form of doors that constrain the models, depending on their current state. Motion models will be equally important. They will be used to describe the motion of actuated entities in the environment. This includes people, pets and other mobile machines. So far, at our group, only models for human motion have been derived and used. In the future, additional mobile robots in multi-robot environments will have to be regarded.
State of the Art
The goal of this section is to give an overview of similar projects that also have to do with mobile robots in smart environments. The PEIS-Ecology project, Symbiotic Robotic Systems as well as the notion of Networked Robot Systems (NRS) will be considered in the following. To out best knowledge none of these projects have explicitly considered safety questions like we are planning to do.
The PEIS-Ecology Project
Physically Embedded Intelligent Systems (PEIS) originate from the the AASS Mobile Robotics Laboratory, University ofÖrebro, Sweden [SB05] and consist of autonomous mobile robots and ambient intelligence. PEIS are intended to work together by forming PEIS-ecologies in mainly domestic tasks, such as cleaning or cooking. The mobile robots which are used are quite similar to those envisioned in the introduction of this work. Single robots should be simple with limited perception and manipulation capabilities. They are replaced by communication and cooperation.
As a simple example scenario, a mobile cleaning robot which can localize itself easily with the help of an ambient camera-based monitoring system, is named. The platform has been experimentally validated in the PEIS-Home, an apartment of 25 m 2 outfitted with a great number of ambient technology [SB05] [SBG + 08]. Unfortunately not much data seems to be published about it, so that the performance of the system and the results are unfortunately quite hard to judge.
Symbiotic Robotic Systems
A term closely related to the PEIS-Project is the idea of Symbiotic Robotic Systems which are systems featuring a smart environment, a robot and a human living in symbiosis [CS06]. The whole system is viewed as a three-agent system and all of the entities can be modeled using the classical Multi-Agent system theory that can be handled using techniques well-known to artificial intelligence. Unfortunately, no current or further research seems to be going on regarding the Symbiotic Robotic Systems.
Networked Robot Systems (NRS)
Networked Robot Systems (NRS) have been introduced by [SHS08] . According to the definition, NRS consist of at least one physically embodied autonomous robot which is operating in an environment that is explicitly outfitted with additional sensors (e.g. cameras) and actuators (e.g. speakers). Communication between the robot, the environment and human beings forms the foundation of cooperation between all entities. Examples for NRS include the abovementioned PEIS-Project and the Japan NRS-project which has its focus set to human-robot interaction and also the communication between robots and users.
Current Results
At our group the research about mobile robots in smart environments has been going on for some while at the point of writing. The most important results have already been published in a separate publication, but there have been many more interesting results which will be listed and shown in this section.
The AmICA Wireless Sensor Network Platform
A great amount of research is based on the AmICA WSN platform [WWM + 10] which has been designed at the Microelectronic Systems Design Research Group, University of Kaiserslautern 1 . It features a low power 8-Bit microcontroller, 868MHz ISM RF transceiver and several sensors that can be soldered onto the printed circuit board.
The most important sensor that has been used so far is the passive infrared (PIR) sensor that is used to detect movements of human beings. The platform and their sensors have been extensively tested and evaluated in indoor experiments. AmICA nodes have been used as a tool to create smart environments for the experiments that will be described later in this work and will most likely also be the base for future work.
Simulation of Wireless Sensor Networks
For simulation purposes, the SimVis3D framework, a powerful tool for simulating and visualizing robots and their environment [BWB07] , has been used for several years now. For the research of smart environments the simulation has been extended to also simulate AmICA WSN nodes and basic radio communication.
The first problem encountered was the proper simulation of the AmICA nodes' PIR sensors. To be detected by a PIR sensor, an object must exhibit a certain contrast in temperature, compared to its surroundings. It is thus possible that a human being may perfectly trigger a sensor mounted in the environment, while a machine such as a mobile robot driving through the environment is not detected.
To be able to achieve realistic simulation results the existing framework has been extended by the ability to perform basic thermal imaging simulations. This new simulation relies on the assumption that heat radiation in the far-infrared spectrum behaves similar as visible light. For every object in the scene-graph, its (static) temperature is saved as an additional parameter. During rendering of thermal images the colors of objects are switched to their grayscale, false-colored representations with brighter values representing higher temperatures. As simple as this approach sounds, it has shown to deliver simulated thermal images of good quality, that are suitable to be used for further processing in the simulated PIR sensors.
Each PIR sensor is based on a small simulated thermal camera image which in each discrete simulation step is differentiated with respect to temperature (d/dT ) and afterwards integrated with respect to space (all pixels are summed up). If the sum reaches a pre-configured threshold, the simulated sensor will output a "motion" signal.
Additionally to the PIR sensors, also the radio communication of the WSN nodes is simulated. Radio simulation can be done almost arbitrarily complex, down to the simulation of the propagation of single radio waves [Par92] . For this work, however, the simulation of exact propagation properties is neither practical nor useful. Instead, only the most important phenomenon of wireless communication is simulated: the behavior of a shared medium with no concurrent access.
The AmICA protocol does not make use of any multiplexing schemas such as time division multiplexing (TDM) or frequency division multiplexing (FDM). This is why concurrent access of two nodes immediately leads to a collision which destroys the payload of both frames. During early experiments it has been found out that these collisions happen quite frequently and cannot be neglected. The simulation environment detects concurrent access by pairwise comparison of the timestamps t tx i ,t tx j of simulated transmissions events. In case of t tx j < t tx i + t trans , with t trans being the transmission time of one frame, a collision is simulated i.e. both values are discarded, see Fig. 2 . We plan to extend the radio simulation to other wireless characteristics just as the free-space path loss [Par92, p. 17] and hence the range limitation of the transceivers. 
Optimizing Mobile Robot Navigation
In [AB12] a wireless sensor network consisting of only six AmICA nodes has been deployed in an indoor scenario to sense the motion of people in the environment using the passive infrared sensors. The sensor values have then been processed on-line by a probabilistic filter whose task was to track the positions of people in the environment. These tracking results, in turn, have then been used by a mobile robot in the same environment to improve its navigation strategies. The robot had only short-sighted onboard sensors, but was able to extend its "vision" with the environmental information. It has been shown in extensive simulation experiments that it is indeed possible to significantly improve the mean velocity of the mobile robot for transportation tasks while at the same time maintaining the safety of the whole system at all times.
Localization of Mobile Robots in Smart Environments
The goal of this experiment was to check whether a sensor network built out of AmICA nodes can be used to perform coarse localization by triangulating the signals of several nodes or by using a more recent technology known as RSS fingerprinting. Localization in WSNs has been a popular research topic for some time. A good overview about different localization techniques especially in WSNs can be found in an article by Mao et al. [MFA07] . There are several techniques that are used in wireless networks for localization: angle-of-arrival (AOA) measurements, distance measurements and RSS profiling. The most simple ones are distance measurements and the technique of RSS profiling. Distance measurements can be divided into categories according to their principle of measurement. The most simple measurement are those based on received signal strength (RSS). Usually the receiver hardware already includes means to measure the strength of the signal, so there are little extra-costs for doing localization with this kind of hardware. RSS profiling, according to [MFA07] is the process of creating a map of received signals strengths of several stations a priori and using the information contained in the map to later localize stations withing the map. The RSS levels at one location can be viewed as as "fingerprint" of that location.
RSS profiling in WiFi networks has been shown to be feasible as early as in the year 2000 (see [BP00]) and is nowadays widely used in mobile devices such as cellular phones and tablet computers. Skyhook 2 is a popular service provider for localizing devices based on RSS measurements in 802.11 networks.
In the experiments conducted, a total of six AmICA nodes were installed at fixed positions one a floor of a university building. All of them were periodically broadcasting radio frames containing their IDs. A mobile node was used to collect these frames together with the received signal strength values. Processing of the received data was done offline, but online processing is also feasible.
First, the principle of triangulation has been evaluated on the captured data. The procedure is quite simple: Take the three strongest signals, estimate the distance to the sender using a previously determined relationship between received signal strength and distance to the appropriate sender, span a triangle and then estimate the receivers position using barycentric coordinates. Unfortunately, due to the ambiguous mapping from RSS values to distances (the very simple free-space path loss model has been used to do the mapping), the results of triangulation are extremely bad. This can be seen using the visualizations of triangulation performed on a dataset which should reflect straight motion along the hallway, in the order of the numbers, see 3(a). This is why a different approach, the localization based on RSS fingerprinting [SH10] [HPALP09] has been pursued. Almost all of these approaches solve the problem in the following manner: In the first phase the system is trained by creating a so-called radio map of the environment, which contains the RSS values from all visible sensors for each position on a grid. In the second phase, localization is done by doing classification of the currently received RSS values, e.g. using nearest neighbor classification.
The implementation for this work uses a matrix containing all training data. Each row corresponds to one position in 2D space with the RSS information for each node in the columns. The radio map is constructed by building the average RSS for each physical position (x, y). The map is represented as a matrix that contains for each physical position a row in the form (x, y, R 1 , . . . , R n ) with R i being the RSS value for sensor i.
This implementation uses the Euclidean norm as a distance measure (see Equation 1), but according to [HPALP09] other norms such as the Manhattan or the Mahalanobis norm are also common for the RSS fingerprinting method. In this formula, R i j represents the RSS value of node i at position j and Q i represents the RSS value of node i at the position of the receiver.
The nearest neighbor algorithm (k-NN with k = 1) is used to classify a measurement by finding the reference position in the radio map with minimum distance. The position of this reference is then assumed to be the position of the receiver.
The results of the RSS fingerprinting look considerably better than the ones of triangulation, see 3(b). The figure shows data that is independent of the training data and the results are still pretty good. There is only one big outlier, data point 27 which is localized completely wrong. Still, we believe that integrating the RSS profiling technique into mobile robots can in the future be used to assist in localizing a mobile robot within a network of AmICA nodes. 
Conclusion and Future Work
This work has introduced the paradigm to shift complexity away from autonomous mobile robots into smart environments and detailed model knowledge, while at the same time retaining safety in environments where mobile robots and people reside together. It has also summarized the current research about mobile robotics in smart environments. As examples for research done at our own group the simulation of wireless sensor networks (WSN) including passive infrared (PIR) sensors, localization within a WSN using RSS Profiling and the optimization of mobile robot navigation using data gathered from a smart environment have been presented and outlined.
Currently ongoing and future research includes the improvement of the tracking of multiple people in smart environments using only very sparse sensor information available through the WSN by evaluating different approaches to the multi-target tracking problem. Also, the extension of the whole system by additional sensors like e.g. wideangled surveillance cameras is planned.
