Introduction
Radio Frequency Identification (RFID) is a rapidly developing technology which uses RF signals for automatic identification of objects. RFID system generally consists of three components: 1) A small electronic data carrying device called a transponder or tag that is attached to the item to be identified, 2) A reader that communicates with the tag using radio frequency signals, 3) A host data processing system that contains the information of the identified item and distributes the information between other remote data processing systems. A typical passive RFID tag consists of an antenna and RFID chip. RFID tags can be active (with battery) or passive (without battery). In particular, passive UHF (860 ~ 960) MHz tags represent a near optimal combination of cost and performance (Hunt et al., 2007) . Generally, omni directionality for the tag antenna is preferred to ensure the identification from all directions. The structure of the tag antenna should also be low cost, small in size, have good impedance matching and insensitive to the attached objects to keep performance consistent (Curty et al., 2007) . A passive RFID system operates in the following way: RFID reader transmits a modulated RF signal to the RFID tag consisting of an antenna and an integrated circuit chip. The chip receives power from the antenna and responds by varying its input impedance and thus modulating the backscattered signal. Modulation type often used in RFID is amplitude shift keying (ASK) where the chip impedance switches between two states: one is matched to the antenna (chip collects power in that state) and another one is strongly mismatched. The most important RFID system performance characteristic is tag range -the maximum distance at which RFID reader can either read or write information to the tag. Tag range is defined with respect to a certain read/write rate (percentage of successful reads/writes) which varies with a distance and depends on RFID reader characteristics and propagation environment (Nikitin & Rao, 2006) . In this chapter, the operation theory of the RFID system is described. The antenna in RFID system is discussed, and the designing considerations of the antennas for RFID applications are presented. Also the design, simulation and implementation of some commonly used antennas in the RFID system are presented and investigated. IE3D electromagnetic simulator based on Method of Moment (MoM) is used to design some of these antennas. 
Operation theory of RFID tags
As known, passive RFID tags does not have its own power supply (i.e. battery less) ,so it depends on the received signal to power up the tag circuitry and resends the data to the reader. In this section, the operation of RFID tags is discussed and analyzed as well as the powers at the tag terminals and reader antenna are calculated.
Link budget
To calculate the power available to the reader P r , the polarization losses will assume to be neglected and line-of-sight (LOS) communication is presented. As shown in Fig. 1 , P r is equal to G r P' r and can be expressed as shown in equation (1) by considering the tag antenna gain G t and the tag-reader path loss (Curty et al., 2007) (Curty et al., 2007) .
P' b can be calculated using SWR between the tag antenna and the tag input impedance:
Or can be expressed using the reflection coefficient at the interface ( in ) as shown below:
The transmitted power (P EIRP ) is attenuated by reader-tag distance, and the available power at the tag is:
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Antennas of RFID
Or can be expressed in term of ( in ), so equation (2.6) will become:
The received power by the reader is proportional to the (1/d) 4 of the distance and the matching between the tag antenna and tag RFID IC as well as (P r ) is depending on the gain of the reader and tag antennas. In other words, the Read Range of RFID system is proportional to the fourth root of the reader transmission power P EIRP .
Complex conjugate concept
For the ac circuit shown in Fig. (2) which consists of fixed voltage with peak value V s and an internal impedance Z s =R s +jX s and an external load Z L =R L +jX L , the load will deliver (1/2 V s ) when Z L =Z s * (Zhan, 2006) . (Zhan, 2006) The maximum power transfer theorem states that: for a linear network with fixed source impedance, the maximum power is delivered from the source to the load when the load impedance is the complex conjugate of the source impedance, that is:
Which means that R L =R s and jX L =-jX s , and the circuit is said to be conjugately matched. The available source power is given by:
As mentioned before, the RFID tag consists of an antenna and RFID integrated circuit (RFID IC) which can be illustrated by its equivalent circuits as shown below: Typically, X s is capacitive and it comes from the rectifier capacitor which is about (1pf) this means an impedance of (-j200 Ω) at a frequency of 915 MHz, and R s is about (10 Ω). The tag impedance will be Z c =10-200Ω, this is an approximate value, but the exact chip impedance value can be obtained from chip manufacturer or can be measured by using network analyzer. The voltage reflection coefficient of a load Z L on a transmission line of impedance Z o is defined as follow:
Where Z L is the load impedance and Z o is the line impedance. If the circuit is perfectly matched, maximum possible power will be transferred from the transmission line to the load. In the case of perfect matching between the antenna and the RFID IC there will be maximum power transfer. Also a perfect matching will result in zero voltage reflection coefficient. Smith chart can be used for designing. If the RFID IC has input impedance of (10-j200) Ω, this value can be represented on smith chart as shown below: The RFID IC has capacitive impedance, so an inductive antenna with impedance of (10+j200) Ω (see Fig. 5 ) is required to obtain complex conjugate matching (perfect matching).
If the inductance is too low, matching networks can be used or lumped elements can be added. 
Types of RFID tag antennas
In this section, an overview of some antenna designs for passive UHF RFID tag is presented. These types are different from design to another depending on the application. There is no perfect antenna for all applications. It is the application that defines the antenna specifications. There is a high probability that many types of transponders will share the same IC but will connect to different antenna types. Patch antennas are well appropriate for metallic objects since it is possible to make use of their bodies as a ground plane (Curty et al., 2007) . Inverted-F antennas are also mountable on such objects .
Other types of materials, e.g. (wood, cardboard, water, etc.), also allow differential antennas. These antennas offer the advantage of higher radiation resistance compared with single ended versions. In the following sub-sections, some of these designs will be taken in details:
Meandered antennas
Meandered line antennas are interesting class of resonant antennas and they have been widely studied in order to reduce the physical size of the radiating elements in wire antennas like: monopole, dipole and folded dipole antennas. Increasing the total wire length in antenna of fixed axial length will lower its resonant frequency. One of the design requirements is miniaturizing the antenna, so meandering sections are added to the ordinary dipole antenna to reduce its physical size as shown below in Fig.6 (Rao et al., 2005) .
As the chip has a highly capacitive part in its impedance, the impedance of the designed antenna should have a highly inductive part as mentioned in the complex conjugate matching concept. To provide a better matching for the chip capacitive impedance, one meandered section was further meandered and a loading bar is added to obtain additional inductance. This antenna can be easily tuned by trimming. Lengths of meander trace and loading bar can be varied to obtain optimum reactance and resistance matching. The trimming is realized by punching holes through the antenna trace at defined locations. For X X www.intechopen.com example, trimming the meander trace by x=5mm moves the resonant frequency up by 20 MHz as shown in Fig. 7 . The gain is not significantly affected by trimming as shown in Fig.8 . 
Text antennas
Text can be used as a meandered line antenna (Salama & Quboa, 2008a) . Using text as an antenna element in RFID tags is given with good reason; brand names or manufacturer logos can be used to form a radiating element for the RFID tag antenna which gives an additional value to the tag itself as a hi-tech advertisement. In this section the use of text as a meandered line for dipole antennas is discussed. Size reduction is compared to the ordinary dipole antenna operating at the same frequency and printed on the same substrate. 
Fractal antennas
The interaction of electromagnetic waves with fractal geometries has been studied. Most fractal objects have self-similar shapes, which mean that some of their parts have the same shape as the whole object but at a different scale. The construction of many ideal fractal shapes is usually carried out by applying an infinite number of times (iterations) an iterative algorithms such as Iterated Function System (IFS). IFS procedure is applied to an initial structure called initiator to generate a structure called generator which replicated many times at different scales. Fractal antennas can take on various shapes and forms. For example, quarter wavelength monopole can be transformed into shorter antenna by Koch fractal. The Minkowski island fractal is used to model a loop antenna. The Sierpinski gasket can be used as a fractal monopole (Werner & Ganguly, 2003) . When designing a small antenna, it is important to have a large effective length because the resonant frequency would be lower. The shape of the fractal antenna is formed by an iterative mathematical process. This process can be described by an Iterative Function System (IFS) algorithm, which is based upon a series of affine transformations which can be described by equation (11) 
Where r is a scaling factor and θ is the rotation angle, e and f are translation involved in the transformation. Fractal antennas provide a compact, low-cost solution for a multitude of RFID applications. Because fractal antennas are small and versatile, they are ideal for creating more compact RFID equipment -both tags and readers. The compact size ultimately leads to lower cost equipment, without compromising power or rea d r a n g e . I n t h i s s e c t i o n , s o m e f r a c t a l antennas will be described with their simulated and measured results such as: fractal dipoles and fractal loops.
Fractal dipole antennas
A standard Koch curve (with indentation angle of 60 o ) will be investigated (Salama & Quboa, 2008b) , which has a scaling factor of r = 1/3 and rotation angles of θ= 0, 60, -60, and 0. There are four basic segments that form the basis of the Koch fractal antenna, which are shown in Fig. 12 . The geometric construction of the standard Koch curve is fairly simple. One starts with a straight line as an initiator as shown in Fig. 12 . The initiator is partitioned into three equal parts, and the segment at the middle is replaced with two others of the same length to form an equilateral triangle. This is the first iterated version of the geometry and is called the generator as shown in Fig. 12 . From the IFS approach, the basis of the Koch fractal curve can be written using equation (11). The fractal shape in Fig. 12 represents the first iteration of the Koch fractal curve. From there, additional iterations of the fractal can be performed by applying the IFS approach to each segment. It is possible to design small antenna that has the same end-to-end length than their Euclidean counterparts, but much longer. When the size of an antenna is made much smaller than the operating wavelength, it becomes highly inefficient, and its radiation resistance decreases. The challenge is to design small and efficient antennas that have a fractal shape. Dipole antennas with arms consisting of Koch curves of different indentation angles and fractal iterations are investigated in this section. A standard Koch fractal dipole antenna using 3 rd iteration curve with an indentation angle of 60° and with the feed located at the center of the geometry is shown in Fig.13 . Fig. 13 . Standard Koch fractal dipole antenna. Table 3 . Comparison of (K3-27.5 o ) parameters with (K3-60 o ) at reference port 50Ω.
From Table 3 , it is clear that the modified Koch dipole (K3-27.5 o ) has better characteristics than the standard Koch fractal dipole (K3-60 o ) and has longer read range. Another fractal dipole will be investigated here which is the proposed fractal dipole (Salama & Quboa, 2008b ). This fractal shape is shown in Fig.15 which consists of five segments compared with standard Koch curve (60 o indentation angle) which consists of four segments, but both have the same effective length. Additional iterations can be performed by applying the IFS to each segment to obtain the proposed fractal dipole antenna (P3) which is designed based on the 3 rd iteration of the proposed fractal curve at a resonant frequency of 900 MHz and 50Ω reference impedance port as shown in Fig. 16 below. Fig. 16 . The proposed fractal dipole antenna (P3) (Salama & Quboa, 2008b) . 
(a)Initiator
These fractal dipole antennas can be fabricated by using PCB technology as shown in Fig.17 and Fig.18 respectively. A suitable 50Ω coaxial cable and connector should be connected to that fabricated antennas. In order to obtain balanced currents, Bazooka balun may used. The performance of the fabricated antennas is verified by measurements. Radiation pattern and gain can be measured in anechoic chamber to obtain accurate results. The measured radiation pattern for (K3-27.5 o ) and (P3) fractal dipole antennas also shown in Fig.19 which is in good agreement with the simulated results. 
Fractal loop antennas
In this section, the design and performance of Two fractal loop antennas designed for passive UHF RFID tags at 900 MHz will be investigated; the first one based on the 2nd iteration of the Koch fractal curve and the other based on the 2 nd iteration of the new proposed fractal curve with line width (1mm) for both as shown in Fig. 20 (Salama & Quboa, 2008c) . In simple form it can be expressed as (Andrenko, 2005) :
The induced voltage can be increased by increasing the area (S) enclosed by the loop, and thus the read range of the tag will be increased. The proposed fractal curve has a greater area under curve than the standard Koch curve in second iteration. Starting with an initiator of length (l), the second iterations area is (0.0766 l 2 cm 2 ) for the proposed curve and (0.0688 l 2 cm 2 ) for the standard Koch curve. According to equation (12) one can except to obtain a significant level of gain from proposed fractal loop higher than that from Koch fractal loop. Fig.21 shows the return loss (RL) of the designed loop antennas of 50Ω balanced feed port, and Table 5 . Simulated results of the designed loop antennas.
From Table 1 it can be seen that the proposed fractal loop has better radiation characteristics than the standard Koch fractal loop. As a result, higher read range is obtained. The proposed fractal loop also is smaller in size than the standard Koch fractal loop. The measured radiation pattern is in good agreement with the simulated one for the proposed fractal loop antenna as shown in Fig. 22 . 
Inverted-F antennas
A lot of different tag designs have been developed, but one of the biggest challenges nowadays is tagging objects that consist of metal or other conductive material. Printed d ip o le a n t e n n a s m a y b e u s e d in R F ID t a g s, but their performance is highly platform dependent. Conversely, microstrip patch antennas are more tolerant to the effects of the platform, but are very large in size. Metal strongly affects the performance of antennas for example by lowering the antenna's radiation efficiency. Metalized objects, such as aluminum cans, are common in most applications that utilize passive RFID systems. Therefore, tag antennas must be designed to enable passive tags to be read near and on metallic objects without performance degradation. Inverted-F antennas is a good solution which is a modification of a quarter-wave monopole antenna. The height of the antenna can be reduced by positioning the radiating element so as parallel with the ground plane while maintaining the resonant length. In Fig.24 the basic structures of IFA are presented. The microchip is attached to the feed point between the ground plane and the radiating element (Ukkonen et al., 2004a) . Inverted-F antennas can take various shapes and designs according to application and specifications. These types like: planar inverted-F antenna as shown in Fig.25 (Hirvonen et al., 2004) and wire-type inverted-F antenna as shown in Fig.26 (Ukkonen et al., 2004b) .
Environmental effects and performance limitations
RFID tag performance can be affected by many factors. In particular, the electrical properties of objects near or in contact with the tag antenna will be changed. A tag is usually attached directly to the object to be identified. Many common materials, including metals and liquids, have strong effects on the performance of UHF tag antenna (Dobkin & Weigand, 2005) . The effect of different materials has been studied where the RFID tags can be placed in free space (air), on cardboard, directly to metal, on plastic container filled with water and on wood ….etc. Figs. 26, 27 and 28 show the effect of some materials on the return loss of some practical antennas which are mentioned before in this chapter. The results showed that the performance of the fractal loop antenna is practically accepted even if the antenna is attached to different materials and has better return loss with attaching materials when compared with other types.
