The offloading techniques have become more prominent among the mobile computing due to the increased number of users and enormous amount of information flowing through the internet. The offloading techniques enhance the competence of the mobile computing by reducing the congestion in the network caused by increased number of users and the enormous data traffic experienced. However in many cases the authentication becomes very essential for the connection establishment. So the paper proposes a secure and cost efficient data offloading technique for the mobile computing to make it safe, secure with an effective management of network traffic. The performance analysis of the security measures proffered in the paper for authentication of the offloading techniques in terms of the security, cost and the delay in the offloading ensures that the proposed method is superior to the existing methods.
INTRODUCTION
The increase in the mobile devices utilization recently has resulted with the tremendous increase in dataflow causing congestion in the network. The tremendous increase in the flow of data has paved for the necessity of the effective ISSN: 2582-418X (online) loading techniques that are utilized by the operator" the fig.1 below gives the local Wi-Fi architecture used in offloading.
Fig .1Public Wi-Fi Architecture for Off-Loading [2]
Aijaz, et al [3] the author elaborates the "technical and the business perspectives of the mobile data offloading to over the problem of the increased data traffic and the network congestion experienced in the cellular network" the survey provides the over view of the fundamental off-loading techniques that are t( Wi-Fi, femtocells and the IP flow mobility) that are used in managing the network. The Pawar, et al [4] the paper presents the different various strategies in the data off-loading along with the issues and the benefits found in each of them.
Rebecch et al [5] the paper presents the "comprehensive survey on the data offloading techniques in the cellular networks and presents the essential requirements to incorporate the offloading capabilities.
Ding, et al [6] the author proffers a "designing of energy aware algorithm basically for the energy constrained devices to assist in the offloading decision making. The design developed ensures the smart phones with the most energy efficient Wi-Fi AP for Off-Loading.
Zhou et al [7] the paper presents the survey on the effective approaches to manage the mobile data traffic that grows explosively and reduce the severe burden on the mobile network operators. [8] The author provides a comprehensive survey on the data offloading techniques that provides a complementary service for the handling the heavy data flow in the cellular network.
Dbouk et al [9] the "intelligent resource aware off-loading is proposed by the author for the security services provided by the mobile edge cloud. The proffered method utilizes the Wi-Fi direct access to share the information's and uses the integrated multi objective resources aware optimization and solution based decision to formulate a intelligent decision making for the off-loading that is smart.
Hernandez, et al [10] the proposes the Wi-Fi offloading for the extending the coverage and the conveyance of the data from the cellular network for the via wireless communication network for a part at Soledad Atlántico with the intention to provide an alteration for the internet access in order to reduce the burden in it.
Jose et al [11] the paper proposes the modelling of the delayed type mobile data off-loading using the Wi-Fi offloading technique and analysis the competence of the method in terms of the optimality, packet arrival rate, and the average delays.
Khoshnoudi et al [12] the paper concentrates on the proper localization and the structuring of the access points and the Wi-Fi network respectively to influence the overall performance of the Wi-Fi off-loading , the paper presents "the numerical analysis of the access points in the single rate and the multi rate of IEEE 802.11 WLAN and compares the same. All the above paper concentrate on the perfect method to offloading and does not mind the authentication entailed before offloading, so the paper put forward a methods to secure the offloading in a cost efficient way for the mobile communication.
Premalatha et al [13] the author proffers a secure way of offloading the mobile application to the cloud computing using the RSA for the generation of the key and the encryption and the ABC for the decryption of the information, to protect the data from the unauthenticated users.
Feldhofer, et al [14] the paper about the utilization of the advanced encryption standard for the "strong authentication of the RFID systems"
