Current tools and solutions to handle incident response and forensics focus only on one piece of evidence, doing very little towards presenting the big picture. My PhD dissertation will focus on developing analytical tools that can automate repeated tasks whenever possible and also be able to connect the dots among multiple data sources. The tools of my research will focus more on reducing the time incident responders spend on mundane tasks through automation also by providing data in a more abstract and context specific manner. Such presentation will be more useful in constructing the intrusion scenario than when it is presented raw. Another challenge security researchers face today is validating their research ideas on real-world data.
Permission to make digital or hard copies of part or all of this work for personal or classroom use is granted without fee provided that copies are not made or distributed for profit or commercial advantage, and that copies bear this notice and the full citation on the first page. Copyrights for third-party components of this work must be honored. For all other uses, contact the owner/author(s). Copyright is held by the author/owner(s). ternal thinking or "tacit knowledge" of the people by just observing from outside as pointed out by Michael Polanyi [5] . Polanyi also found out that "We can know more than we can tell." Cybersecurity practitioners work based on "intuition" or "hunch feeling" which is primarily due to their years of experience in looking at data. Through the study of Jeane Lave and Etienne Wenger it is found that knowledge in a community is (1) not always explicit, (2) often embodied in practice, and (3) the knowledge may not even be "in" an individual but emobodied in the community of practice [3] . Also this tacit knowledge can only be acquired not just by being part of the community but also doing what they do on a daily basis [1] .
My PhD work will focus on applying anthropological methods to identify the "tacit knowledge" of incident responders and make them explicit through tools, processes, and publications. 
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