Introduction
Access to private sector data for public interest purposes can provide benefits to companies, governments, as well as to society 2 . Most governments have legislation requiring businesses to report their data to government agencies. These data can be used as evidence of regulatory compliance or inputs for policymaking. Governments can use this information originating from businesses to fight against tax evasion, drug trafficking, or terrorisms [1] .
In the tax domain, recent initiatives have been established by Organization for Economic Co-operation and Development or OECD 3 to promote international tax transparency and fighting tax evasion. The Automatic Exchange of Information (AEOI) is a standard for facilitating the exchange of tax data among countries [2] . The main river of this standard is a tax revenue loss of around USD$500 billion from tax evasion [3] . Fig. 1 provides an overview of the information sharing process for foreign account holder data residing in tone country to exchange information with the accounts' in the home country. To implement the standard, a country should meet the following four core requirements: 1) translate the reporting and due diligence procedure into domestic law; 2) select a legal basis for the automatic information exchange; 3) putting in place IT infrastructure and administrative resource; 4) protect confidentiality and data safeguard [4] . Developing such an information sharing infrastructure enabling AEOI can be challenging especially for the developing countries [5] . First, all countries involved in the exchange must ensure high quality of information. This requires readiness in the IT systems, for financial institutions and especially, the tax office. Within internal jurisdiction, the different organizations may have their own information systems which are unique to their specific needs. Integration of those various systems can bring technological challenges [6, 7] . Second, the complexity of inter-organizational information sharing can become an obstacle to the implementation of such systems [8] and often it might require changes in the business processes of the organizations [9] . In addition, the governance structure would affect the effectiveness of the collaboration within the inter-organizational context [10] .
Based on the previous explanation, the aim of this explorative study is to identify factors that result in differences in the AEOI implementation. For this he types of architecture and governance that enable the AEOI are compared. Thereafter factors influencing the selection of the information sharing infrastructure and governance to enable AEOI are identified. Two different information sharing infrastructure and governance structure are used in enabling AEOI. These factors are formulated as propositions which can be tested in further research. The scope is limited to the exchange of information between financial institutions and tax administration (business-togovernment).
The rest of the paper is structured as follows: section 2 provides the literature background. Section 3 explains the research approach taken. Section 4 describes the results of the case studies. Section 5 contains the cross-case comparison and resulting propositions, and finally, section 6 provides the research conclusion.
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Theoretical Foundation
AEOI Standard
The AEOI standard is intended to be a "tool" in eradicating international tax evasion. The standard itself has four components: 1) "Common Reporting Standard" (CRS), 2) The Model Competent Authority Agreement" (CAA), 3) the "Commentaries of CRS and CAA", and 4) "Guidance on Technical Solutions" [4] . These components are then translated into four main requirements to be implemented by a participating country. The first requirement stated that the participating country needs to translate the standard, including reporting and due diligence rules, into their domestic law [11] . This requirement addresses two aspects: first, enforcing the financial institutions implementing the reporting procedures; and second, ensuring consistencies of the scope and quality of information among participating countries. The OECD suggests to implement this translation using three different levels: in the primary legislation, secondary legislation, and official guidance or a set of the domestic FAQ (Frequency Asked Questions) 4 . For the second requirement, a participating country must select the international framework that enables the information exchange with other countries. The second requirement consists of several legal instruments that permits the automatic exchange under the standard and other separate agreements between the participating countries. This agreement defines the information sharing mechanism, including what information will be exchanged, how it is going to be exchanged, and when the exchange will take place [11] . Then, the participating country must allocate the required IT infrastructure and administrative resources. According to AEOI standard, this third requirement is divided into three parts: 1) from the financial institutions to the tax office, including collecting and reporting the required information; 2) internal tax office, including receiving, processing and sending the information to other jurisdictions; 3) inter-jurisdictions, including transmitting and receiving information between two jurisdictions [11] . In this research, we focus on the first part.
The fourth requirement is about protecting confidentiality and safeguarding data. For this purpose, the Global Forum, part of the OECD, carried out preliminary confidentiality and data exchange assessments 5 . 4 http://www.oecd.org/ctp/exchange-of-tax-information/automaticexchangeofinformationreport.htm, accessed on 06/02/20183 A literature review was conducted in several leading journal databases such as the SCOPUS, JSTOR, Springer and Elsevier using keyword: ("Automatic Exchange of Information" OR "Common Reporting Standard") AND ("implementation" OR "adoption"). Table 1 presents the summary of topics related to AEOI from prior research. Most of the researches have been focusing on reinforcing the argument on why it is necessary to exchange tax information inter-jurisdictions by implementing AEOI, as well as potential challenges faced in the adoption of AEOI. Some studies have provided empirical data from the AEOI implementation, see [12, 13, 14, 15, 16] . However, few studies discussing how to implement AEOI from the information sharing perspective. 
Topic addressed Source
Prior assessment of the important needs for AEOI standard [17, 18, 19] Challenges and benefits of AEOI standard [20, 21, 22, 23, 24] Evaluation of the Common Reporting Standard (CRS) [5, 25, 26, 27, 28, 29, 30] Evaluation of the AEOI standard and its implications [31, 32, 33, 34] Implementation of AEOI standard within National Laws [12, 13, 14, 15, 16] AEOI standard and privacy issues [5, 35, 36] From the technological point of view, the CRS from AEOI standard can be seen as a standardization effort taking place on the data level, including the use of XML schema and the use of generic data definition [11, 26, 37] . Developing the Information sharing infrastructure that enabling the CRS reporting is still challenging [5] due to, for example, different IT maturity, inexperience dealing with the standard, unawareness about required reporting processes as well as the ambiguity of risks, costs, and benefits. Since the focus of this research is on the reporting of financial institutions to the tax office, the AEOI implementation under study is in the field of businessto-government information sharing.
Inter-organizational Information Sharing System
Inter-organizational information sharing system (ISS) is a system that includes the sharing of resources between organizations [38] . ISS aims to facilitate inter-organizational information sharing and collaboration which could enable the flow of information between an organization beyond the organizational boundaries [39] . Klievink et al. [40] argued that governance mechanism and information technology infrastructure are interrelated, and they are considered as an information sharing arrangement in the form of a public-private platform. Governance structure and information sharing infrastructure interconnect two or more different actors from both the the public and private sectors [40, 41] . Governance structure deals with decision making, control mechanism, and data ownership, while information sharing infrastructure including systems, interfaces, ontologies, and data standards. Regarding the infrastructure that enables the information sharing, Yang et al. [42] proposed a different category of how information can be shared among the boundaries of the government agencies, namely the 1) Centralized type; 2). Semi-Centralized type; 3) Decentralized type. Each of the infrastructures has their typical determinants that influence the decision making for their adoption [42] . Moreover, de Corbière and Rowe [43] proposed configurations for the ISSs from a structural linkage perspective. The structural linkage refers to the interconnection of the sending partner and the receiving partners in the inter-organizational information sharing context. There are three forms of ISSs along the continuum, which the two on the extreme continuum are previously proposed by Choudhury [44] namely the dyadic ISSs and the multilateral ISSs. The intermediary between the two forms is called the hybrid forms of ISSs. Furthermore, Bekkers [45] provided four types of backoffice data integration model: the centralized database, the interface type, information broker type, and shared database type
The success of inter-organizational information sharing also depends on the system governance [10] which provides the structure that allows the relationship of stakeholders to align their objective in the implementation and monitoring to control whether the objectives has achieved [46] . In this research, we use the definition from Cumming [47] in identifying the governance structure which complemented the already founded hierarchical (top-down or bottom-up) and network (peer-to-peer) approach with the heterarchical structure. The heterarchical structure bridging the ideas of hierarchical institutional and organizational power theories with the interaction and connectivity of the actors in the network and thus provide a conceptual tool for the analysts to have a more fruitful and contextualized perspective regarding governance structure [47] .
Factors influencing the inter-organizational information sharing
Previous studies have found factors influencing inter-organizational information sharing. For example, information sharing in the public sector is influenced by three categories of factors, namely 1) Organizational and managerial perspective 2) Political and Policy Perspective, and 3) Technological perspective [7] . The factors in each category can either hinder or have positive impacts on inter-organizational information sharing. Gil-Garcia and Sayogo [48] proposed a framework to assess the success of the inter-organizational information sharing project. The model they used composed of four categories of influencing factors: 1) managerial and organizational; 2) political and institutional; 3) information and technology, and 4) contextual.
In addition, Praditya and Janssen [49] identified the influencing factors of information sharing arrangements classified into organizational, inter-organizational and technological factors. The organizational category include factors such as resource, perceived benefits, perceived costs, perceived risks, organizational compatibilities, and experience. Organizational compatibilities are including firm size, firm structure, firm governance, and firm strategy [49] . Similarly, Singerling et al. [50] found that firm size and availability of the resource is indeed influencing the information sharing arrangements specifically regarding the decision to choose the information sharing system configuration.
Moreover, in the inter-organizational category, the factors of the model by Praditya and Janssen [49] include power, trust, investment methods, inter-organizational relationship, diversity of users, pressure, and shared strategies. Power and trust in the inter-organizational context especially influence the willingness to participate in the inter-organizational information sharing initiatives and are determing information sharing infrastructure and infrastructure governance [8, 50, 51] .
Lastly, in the technological category, the factors included are types of shared data, IT capabilities, and compatibility and interoperability. The IT capabilities comprise the standardization of data, the volume of data and transaction of data, and the types of data used. In the same vein, several studies also found that the success of interorganizational information sharing is determined through the choice of technical infrastructure [48, 50, 52] .
Taken together, the previously described concepts will be used in our analytical framework identify factors explaining different implementations. The next section explains the research approach and methods employed in this study.Research Approach A case study is an empirical inquiry that investigates a contemporary phenomenon in depth and within its real-life context, especially when the boundaries between phenomenon and context are not evident [53] . Case study copes with the technically distinctive situation in which there will be many more variables of interest than data points, as one result relies on multiple sources of evidence, with data needing to converge in a triangulating fashion, and thus provide benefits in guiding the data collection and analysis [53] . Furthermore, a case study is an appropriate approach for this research since the current implementation of AEOI is a contemporary phenomenon that applies to a particular country within a specific time [53] . Different contributing stakeholders in the implementation process and the strive for depth in the analysis in this research makes case study preferable than other research methods such as survey and experiments. In addition, case studies are particularly well-suited for extensive and in-depth descriptions of complex social phenomena [53] . In selecting the case we were considering two main criteria, the case should reveal different arrangements used in implementing AEOI and provide access to data, both primary and secondary.
This research began with a literature review which conducted to gain the theoretical framework for the research. Then, semi-structured interviews were conducted due to its flexible characteristic and thus allow the researcher to gain a deeper understanding of the interviewee's perspective [54] . In guiding the interview, we developed an interview protocol which is derived from the concepts in the previous section. As for the respondents, we interviewed respondents from different roles in the implementation of AEOI to different perspectives and thus yields to an extensive view of the implementation process. In addition, we also consider their experience in the AEOI implementation, For the Netherlands case, we interviewed the AEOI program manager and IT architect from Belastingdienst. For the Indonesian case, we interviewed four respondents from the business department and IT department of Indonesian FSA, and one respondent from the Department of International Tax Exchange of Indonesian Tax Administration. Each interview lasted for about 90 -120 minutes.
Interviews for the Netherlands case were conducted in English, while for Indonesia case were conducted in Bahasa. All of the interviews were transcribed in accordance with the chosen language during the interview. During the transcription, irrelevant information that does not contribute to answering questions such as off-topic information, personal details, or repetition were excluded. These transcripts were sent back to each respondent to ensure correct interpretations, as well as ensure the validity of the findings. For data analysis, all interview transcripts were then translated to English and coded using Atlas.ti version 7. The 2 cases are presented in the next section.
4

Comparative Case studiesNetherlands case
The implementation of AEOI started in the year of 2014, marked by the signing of the Convention on the Mutual Administrative Assistance in tax matters by the Ministry of Finance and followed by the established FATCA/CRS guidelines. In the following years in 2016, the Netherlands through its Belastingdienst (tax administration) prepares the system to enable the automatic exchange. Accordingly, the financial institutions in the Netherlands need to prepare themselves to provide the required data and to perform the due diligence procedures. The Netherlands successfully performed its first exchange of CRS reporting by October 1st, 2017.
There are eight stakeholders involved in the implementation of AEOI in the Netherlands and can be categorized into three levels, strategic, operational and technical. Firstly, in the strategic level, there are Ministry of Finance, OECD, and EU TAXUD which all of them is the secondary stakeholder that directly participate in the reporting process.
The interaction between Belastingdienst with the secondary stakeholders identified here are mostly related to the regulation or the technical interoperability matters for the inter-jurisdiction exchange. The Ministry of Finance, for example, has established the act to implement the AEOI/CRS per 2016 in the Netherlands, and thus mandate the Belastingdienst as the operational government body to be responsible for enforcing the law. With OECD, Belastingdienst is also involved in the development process of the (Common Transition System) CTS that is used to exchange the report between countries. As for the EU-TAXUD (European Taxation and Customs Union), the discussion is about the use of a network gateway to connect non-EU countries to the member states. Secondly, at the operational level, there are the financial institutions and the auditors. The financial institutions have a role as a data provider for the reporting and the Auditors, which is considered as the secondary stakeholder, ensure that the financial institutions have the eligible capability to provide the correct required data. Lastly, at the technical level, there are Logius and the service provider. Logius is the organization that is responsible for the Digipoort -the infrastructure used for the reporting purpose -and they provide helpdesk and technical support for the Digipoort services to the Belastingdienst and the Financial Institutions. The service providers refer to the IT services companies which assist either financial institutions, Logius or Belastingdienst and not constrained to one specific organization.
Indonesian case
Indonesia is one of the late adopters of the AEOI standard. The implementation in the Information sharing infrastructure is executed in 2017, and the first exchange took place in 2018. The main stakeholders in the implementation in Indonesia are the Indonesian tax administration and the Indonesian Financial Service Authority (FSA). There is a significant difference with the Netherlands case in terms of the institutional structure because in Indonesia several types of financial institutions are supervised directly under the FSA. Therefore, the report from the financial institutions need to be sent first the FSA, and then to the tax administration. In total there are six stakeholders involved, which can be categorized into the strategic, operational, and technical level. At the strategic level, there are the Ministry of Finance and the OECD. The Ministry of Finance is the highest hierarchy in this case that gives a mandate to both Indonesian tax administration and FSA to implement the AEOI and CRS reporting. Regarding OECD, the interaction between OECD and Indonesian tax administration is related to the reporting mechanism, that is the assistance and assessment of confidentiality and safeguarding data. As for the primary stakeholder, the tax administration and FSA, the interaction occurs during the development of SiPINA application and through the workshop regarding CRS and SiPINA application for the financial institutions.
At the operational level, the financial institutions under the FSA, need to submit their report to the system developed by the FSA, the SIPINA web application. And other financial institutions outside the supervision of FSA can directly submit their report to the system by the tax administration, called the EOI portal. The division of the financial institutions' supervision is regulated under the Ministry of Finance decree.
Lastly, the technical level is related to the development of SiPINA application. The tax administration instructs the FSA to develop the web-based system and provide the requirements to be fulfilled and the type of data format to be in place. Here, the application owner of SiPINA is the Business department of the FSA. The first phase of the system development is the creation of user requirements. This is done by the business department of FSA with the tax administration, together in a coordination meeting they produce the user requirements for the SiPINA application. Then, the user requirements are translated by the IT Department of the FSA into the User System Specification. And during this time, they assess whether to develop it in-house or to use a service provider for the implementation. The chosen decision then to use the service provider. Regarding changes, should there be any changes required for the data formats or other functionality, the higher instruction comes from the tax administration to the business department of FSA as the application owner. The business department then communicates the changes to the IT department, and accordingly, the changes will be carried out.
Comparing the information sharing infrastructure and governance
To identify the type of arrangements used in these two cases, we are using a framework provided by [42] for the type of information sharing infrastructure and [47] for inter-organizational governance. The Netherlands is implementing a centralized -multilateral ISSs type. To accommodate the reporting from the financial institutions to the Belastingdienst, the Netherlands has been using a Government Service Platform (Digipoort) which is designed as the intermediary that enables the inter-organizational information sharing. GSP employs the starshaped network so that any organization that wishes to exchange the information could connect to the GSP through the interface from their legacy system [42] . Moreover, the Digipoort infrastructure is a multilateral ISSs that could facilitate information sharing from private sectors to the many government bodies in the Netherlands, although in this case, the government is only the Belastingdienst. In this case, the multilateral ISSs enable the interconnection with all the partners, and that the sending partners do not need to build a direct connection to each receiving partner [44] . However, in terms of data management, Digipoort does not store the report being sent from the financial institutions, rather it only acted as the hub that routes the report to the Belastingdienst internal system. Thus, according to [45] , Digipoort can be categorized as the information broker type of data management. Regarding the governance structure, the identified structure is heterarchical that according to [47] is a combination of hierarchical and network structure. As previously mentioned, despite many stakeholders are involved in the implementation of AEOI in the Netherlands, there is a strong link between two players here that is the Belastingdienst and Logius.
In the Indonesian case the identified infrastructure is the semi-centralized -hybrid ISSs. Semi-decentralized type which is illustrated through an electronic gateway is designed to realize a real-time information search and verification [42] while hybrid ISSs defined as the ISSs form that could interconnect partners with different preference on the structural linkages, meaning that there exists partner that implement the dyadic linkage and multilateral linkages [43] . In accommodating the reporting Indonesia used a web-based system that resembles a type of gateway in facilitating the reporting from financial institutions to the FSA and Indonesian tax administration. Both systems resemble a hybrid ISS type of interconnection because, though the financial institutions need to report to the FSA through SiPINA application, financial institutions still need to report directly also to the tax administration through the portal EOI application for some reports. In this sense, there is no single window that becomes the central ISS facilitating the many-to-many connection between the information provider and receiver. Thus, it cannot be said as a multilateral ISS. In terms of data management, both SiPINA and portal EOI application did store the report and thus it can be seen that the centralized database type according to the categorization proposed by [45] .
For the governance structure, Indonesia implements a hierarchical governance structure, in which the Indonesian tax administration dictate the whole arrangements. 
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Propositions of factors
In this section, we identified the factors that influence the choice of information sharing infrastructure and governance structure in the two countries. Our findings suggested that some contextual factors are found in one case and not the other, and some factors are found in both cases but in different degree. We present the influencing factors in the following propositions. IT capability IT capability refers to the level of the organization's IT infrastructure, employees' IT skills and ability to leverage IT to serve the organization's goals [55, 56] . IT capability is a critical factor in participating in interorganizational information sharing [57] . An integrated ISS as a complex system requires a certain level of IT capability of actors. From the cases, Belastingdienst and financial institutions in the Netherlands already sharing their financial information through a mature and integrated IT system. They prefer to utilize their existing reporting infrastructure in fulfilling the reporting needs of AEOI since all the requirements can be fulfilled using the existing capabilities. The ISS that connects the financial institutions to the tax administrations (Digipoort), the report processing modules that already exist in the internal system tax administration office are already established. In addition, Belastingdienst and most of the financial institutions are familiar with the use of a standardized reporting format of XML.
On the other hands, Indonesia has no existing system that could accommodate the requirements of AEOI reporting. They decide to develop two separate web-based applications to implement AEOI. The involved actors in Indonesia perceive this solution is easier and faster to develop, even though they are aware of further issues such as scalability or data aggregation issue could arise in the future. This is aligned with a finding in a study by [58] which claimed an organization that has less extensive IT infrastructure capabilities will tend to decide to fulfill the current needs. According to the interviewees, there is a lack of employees with XML skills (as requested in AEOI) as well as experienced in orchestrating an integrated system-to-system reporting either in Tax administration and especially in financial institutions. Because of that, the Indonesian tax office decides to build web-based systems which accommodate xls and XML. So, the financial institutions can upload the reports in both formats. However, this situation creates a burden in the internal Tax office, since they have to translate the xls document into XML and then aggregate it before sending it to the requesting countries. Interoperability plays an important role in establishing interorganizational information sharing [7] . According to the European Interoperability Framework 6 , there are three levels of interoperability: technical, semantic and organizational level.
Based on the previous explanation, we can infer that the Netherlands has already acquired a higher degree of interoperability in the system used between the tax administration and the financial institutions. This is depicted by the fact that the systems they used has already employed a system-to-system sharing mechanism and has enabled the used of the standardized report which is in XML format.
Indonesia has a lower degree of interoperability in their existing systems. The reporting system is still using the human-to-system mechanism through the web application, and the input data used are still employing two types of data format: .xls and XML format. There are still plenty of manual works to be done in the Indonesian case. Thus, we argue that the degree of interoperability has an influence on whether the integrated or more fragmented system will be used.
Proposition 3: Higher interoperability requirement results in the use of an integrated system Proposition 4: Lower interoperability requirement results in the use of a less integrated system
Trust and power difference among actors
Regarding trust and power difference, both factors are considered as important factors in interorganizational information sharing [49, 59] . Our findings in the Netherlands suggest that a higher level of trust among the participants in the reporting chain leads to a chosen heterarchical governance structure. This could be due to that in the Netherlands, Belastingdienst, Logius, and the financial institutions have already had lots of collaborations especially in developing the existing reporting system. Financial institutions have been actively involved in the decision making, and their trust to the government is enforced also by the "goal binding strategy" in the Netherlands regulation that stated the data can only be used for the stated purposed.
Proposition 5: A higher level of trust among participants results in the less hierarchical governance structure
The first requirement of AEOI is to adopt AEOI into national laws. Regulation can be considered as a basic incentive for users to adopt the standard, however, it also gives tax office full authority to arrange the implementation. The latter results in power difference amongst involved stakeholders. In both cases, the decision making regarding the implementation relies on the tax office, with different degree. The case study findings also show both cases cannot implement network structure for the governance of the system Therefore, we argue that power difference between institutions due to regulation, can yield to a less networked governance structure. Proposition 6: Power difference due to regulation results in less network governance structure
Perceived benefits
Perceived benefits are considered as a critical factor in arranging information sharing, especially in private organizations' perspective [60] . Perceived benefits have an influence on the choice of Information sharing infrastructure in both cases. The perceived benefits that we found in the Netherlands are that by using the current IT environment, they could develop a building block, that could make the future exchange easier since they already have the general tooling. In addition, because they already have everything in place (IT capability and IT maturity) it would be more expensive to build a whole new system, rather than using the existing one. By doing so, the Netherlands perceived that by using the current integrated system they could gain efficiency, scalability and less administrative burden. An integrated ISS also can help involved actors in the Netherlands to streamline the sharing process and develop further capabilities to create societal values [61] . Indonesia on the other hand, choose the web-based system because they perceive that it is simpler, easier and faster to develop because they need to fulfill the reporting deadline as soon as possible. Therefore, based on our findings, we propose: Proposition 7: When the objective is to develop as simple as possible, faster to deliver, and easy to develop then the less integrated system is preferable Proposition 8: If the objective is to reduce administrative burden, more efficient, and highly scalable then the integrated system is preferable Inter-organizational relationship and experience in the reporting system In terms of inter-organizational relationship (Cheng, 2011 #16021), a good inter-organizational relationship between the tax administration and financial institutions have already formed in the Netherlands. In developing the Standard Business Reporting, active participations from governments and businesses is considered as a critical success factor [41] ; built from this background, the similar governance structure is also applied in enacting AEOI.
In Indonesia, the relationship between governments and businesses still considered as "client and server", which limit business participation in developing B2G ISS. Existing reporting system serves the government goals rather than the shared goals of the involved actors. This type of relationship is accommodated by the hierarchical structure. 
Conclusion
Although the standard is the same, countries implement the same standard using different information sharing arrangements. This paper identified factors explaining the differences. The factors are formulated as propositions which can be tested in further research. The findings of this research underscore the importance of performing the technology assessment of the current environment comprising the IT capability, experiences and resource, and business case creation which might become an important thing to note for the program manager of AEOI implementation in the countries that have not yet implement the standard. The insights gained from this study and the model we proposed may be of assistance for the program manager of AEOI implementation in their decision making regarding the type of infrastructure and ISSs interconnection that has been employed in developed and developing countries. Furthermore, the propositions and the lessons learned can be used for benchmarking the performance.
Future research in AEOI implementation with more cases employed would increase the generalizability as well as to identify more information sharing arrangements exist, more infrastructure and system governance. Moreover, more perspective from another stakeholder such as the financial institutions, and other secondary stakeholders would provide a rich source for the data analysis and thus could create a more interesting insight, despite more efforts, of course, will be needed in the data collection. Finally, understanding the relationship between the factors influencing the information sharing arrangements would be worth to be explored as it will also add to the body knowledge of inter-organizational information sharing.
