The Advanced Distributed Learning (ADL) initiative represents a global effort to accelerate large-scale development of dynamic and cost-effective learning environments. The brief history of ADL is described, its current status if reviewed, and its future are considered in this paper. The goal of the ADL initiative is to ensure access to high quality education and training, tailored to individual needs, developed and delivered cost-effectively, available anytime and anywhere. This goal is viewed as something that can be achieved affordably, and thereby made feasible, only through the use of technology -specifically computer technology. ADL is establishing a common technical framework for computer and Web-based learning, called the SCORM (Sharable Content Object Reference Model). The application of SCORM fosters the creation of reusable learning content as "instructional objects." It also seeks to stimulate a vigorous global market for these products. ADL is preparing for a world where communications networks and personal delivery devices are pervasive and inexpensive, as well as transparent to the users in terms of ease of use, bandwidth and portability. Much current ADL effort is an attempt to understand how best to utilize the next generation technology infrastructure for learning anytime, anywhere, either within the SCORM model or with technologies that can converse with SCORM.
nations. This multinational effort has since expanded to include contributions and participants from many other countries. To this end, a Joint Planning Document (JPD) was developed and published to implement the Swiss -U.S. MoU, a free and open-source Learning Management System (LMS) was developed and continues to be refined, numerous Cooperative Development Teams (CDTs) have been trained, and many courses have been developed and converted to internet-interactive courseware. Many of these courses are used in support of, and to train multinational military audiences in preparation for exercises and real-world events. The successes of the Swiss -U.S. MoU efforts are well documented, and the demand for the quality products and services provided by the CDTs have rapidly grown beyond PfP to NATO and others. This article underlines many of the accomplishments resulting from the ADL vision.
English Skills for Staff Officers: Collaborative Development of the Distance Course
Abstract: The paper discusses the potential of distance learning technologies to support training of the national peacekeeping contingent for its efficient participation in activities of the coalition forces. The overall training period is represented as a sequence of phases, each with specific learning goals and activities. Each phase may be supported by respective learning and training technologies, including personalized access to electronic documents, testing, interactive multimedia instruction, simulations, etc. The suggested approach envisages tailoring learning materials and activities to current mission requirements, course updates based on the participants' performance results, enhancements and upgrades taking into account feedback from experts. The examples are based on the experience in training Ukrainian military units for participation in the multinational operation in Iraq.
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Abstract: The Coalition Information Systems and Operations (CISO) Learning Network is developing in collaboration with NATO and Partnership for Peace (PfP) nations an Internet-based online repository of e-Learning materials for enhanced coalition interoperability, in order to promote agility and flexibility, as well as increased knowledge and better understanding. Once fully implemented, it will promote net-centricity in coalition command and control through a global, Webenabled environment that leverages existing and emerging technologies in a "smartpull" fashion as part of the NATO transformation agenda.
Moving beyond issues of technical interoperability, the CISO Learning Network addresses what might be called "cognitive interoperability." It responds to the need for current and future military missions to involve multi-national coalition forces that must be rapidly drawn together, flexibly led, responsively deployed and agile to address a wide variety of dynamically evolving tasks. In all of these missions there is a need for agility, responsiveness and effectiveness in the use of limited resources to achieve complex and multiple objectives. Effective integration of command, control, communications, and computers (C4) is a core competence and task among and between foreign militaries in addressing the challenges of both Asymmetric and Fourth Generation Warfare.
The CISO response is to bring together NATO and PfP Partner C4 educators, researchers, developers, and military professionals to jointly develop commonly agreed upon educational approaches for the C4 domain, leading to appropriate academic achievement and certification. CISO will focus on aiding the integration of technology development efforts, organizational concepts, and the development of Joint Doctrine. The net-centric approach enables discovery, exploration, testing, assessment, and demonstration of transformational approaches co-developed with coalition partners. The CISO Learning Network concept promotes cooperative development in multinational education and training as a vital part of the transformation experience and will serve as an enabler for better understanding by Joint Commanders on the configuration, deployment and employment of C4 Systems. Beyond MOUs and general research and talks about collaboration, the standards bodies involved should consider undertaking collaborative projects that target actual operations and training needs. Solving real-world problems based on end-user needs and input can help illuminate portions of each standard that are the strongest candidates for joint and collaborative coverage.
Standards Integration in E-
Notes on the Experience of Transforming Distributed Learning
Abstract: One of the most important challenges faced by e-learning nowadays is the need to go beyond the traditional transmission models of teaching and effectively consider learners' contributions to the learning process. This article presents the concept of a Learning Management System (LMS) named HyperChoice, which proposes to promote the integration of the 'informal knowledge' generated by users' interaction with the learning environment and among themselves, making it re-usable by others. The relevance of this approach, mainly in higher education and professional training, is discussed and a model for its implementation is presented.
Plagiarism, Cheating and Academic Dishonesty -Have You Been There?
Matthew Fawkner and Greta Keremidchieva
Keywords: plagiarism, copyright, web sources, academic dishonesty, advanced distributed learning, ADL, e-learning Abstract: It has never been easier for a student, or indeed any other writer, to plagiarise, steal, or cheat from another's work. The Internet itself is almost a limitless source of information to support this practice. The wholesale copying of data and material has become a simple exercise. Libraries abound with books and publications all of which provide particular ideas, concepts and theories which can be copied, reproduced, or substituted as one's own. There is little doubt that plagiarism and cheating is 'academic dishonesty' which itself is considered by all reputable learning institutions as a serious transgression of academic integrity.
In this essay the subject of plagiarism and cheating are discussed within the broader term 'academic dishonesty.' Both breaches of academic policy include the deliberate fabrication, falsification, or passing-off and using of someone else's data, material, concepts, or intellectual property to represent one's own. To understand what is plagiarism (and hence cheating) there needs to be an accurate definition of the term. This is not so easy to arrive at as plagiarism can range from a writer's failure to use correct referencing to outright cheating and fraud.
So, what controls need to be instituted to thwart plagiarism and cheating? What policies need to be established within an academic institution to outlaw such practices? Are positive rules and procedures required, or is an advisory policy better to encourage students to maintain ethical standards and personal academic discipline? Research has established that plagiarists (and cheats) are aware that their academic dishonesty is counter to institutional norms and practices. Yet what causes an individual to plagiarism, or cheat? Is the academic institution at fault? Should a policy of better academic guidance and ethical motivation be encouraged and advocated to avoid, or minimise plagiarism and cheating and promote original thinking by students? Has the Internet helped to make cheats and plagiarists prosper?
This essay is not intended to be provocative. It examines both cheating and plagiarism and the sources of academic dishonesty. Various examples will be considered to alert educators to the need to promote quality research and cognition in an attempt to reduce the likelihood of academic dishonesty by students under their control. The matters that apply in this essay apply equally to the learning environment created through the Partnership for Peace (PfP) Advanced Distributed Learning (ADL) network, as they do in any equivalent 'Learning Management System' (LMS).
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Abstract:
The problem of information security in distance learning is analyzed based on extended definition of security, which is based on a personal attitude and apprehension. To feel safe, a person needs to be able to obtain necessary information and to control a situation. Thus, security of distance learning includes not only security of maintaining hardware and software (as it is often considered to be), but also the control over basic functions and the process of training. Methods of increasing security and fault-tolerance on information systems are briefly discussed; links between security issues and raising quality of communication are traced.
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Abstract: E-learning and Advanced Distributed Learning (ADL) display the potential to provide a wide variety of information, training, and educational material to people around the world, as did the advent of television several decades ago. The subsequent development and uses of television showed that it could be applied to both inform, educate, and uplift people and to placate, distract, and manipulate; similarly, the leaders and forward thinkers in using ADL technology should consider whether or not their motivations and their strategies for implementing ADL concepts lay the foundation to free workers and soldiers to pursue autonomous learning and to deepen their understanding of "the big picture," and their role in the communities in which they live and work.
Two current "buzz words" or phrases associated with ADL include "anytime, anyplace" and "just-in-time training." Analyzing the application of ADL strategies in light of the implications of these phrases can help illuminate motivations and unmask side effects of various e-Learning and distance learning strategies. The Internet makes vast resources available that can free autonomous learners to broaden and deepen their understanding of their communities and the roles they have within those communities.
ADL strategies and technology implementations may be pursued in two different manners. Keeping workers and soldiers grounded in the larger picture of the enterprises in which they live and work will realize the liberating potential inherent in "anytime, anyplace." Likewise, pursuit of implementations that channel workers and soldiers to task or mission completion in a time-critical manner, blocking opportunities for reflection and genuine learning, may encompass the worst aspects inherent in the concept of "just-in-time training." In short, ADL can enhance or further destroy community. The way ADL technologies and concepts are implemented will deeply impact which of these two directions prevails.
