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What counts as ‘data’?
• Many kinds…






- Surveys and interviews







What is ‘research data management’?










Time to discuss 
application to 
your work
Overview of subject matter
Good practices 
(Ben)
















Data backup and file sharing 
strategies
Avoiding catastrophe
Credit: Peter Murray-Rust, 
http://blogs.ch.cam.ac.uk/pmr/2011/08/01/why-you-need-a-
data-management-plan/, August 2011, CC-BY 
Schofield’s 
Second Law of 
computing:
“Data doesn’t really 
exist unless you have at 
least two copies of it”

What would happen if…
• your laptop got stolen?
• your department had a 
fire?
• you lost your USB 
stick?
• your external hard disk 
stopped working?




Backup – as easy as 3-2-1…








• Website (Moodle, Confluence, Basecamp etc.)
• via FTP/SFTP?




• Other cloud services (e.g. Google Drive)
• Caution - do not use cloud storage for restricted data
• i.e. “documents containing sensitive or personal information or 
that were intended only for the use of a named person”
File sharing
















• Do not use cloud storage for restricted data
• i.e. “documents containing sensitive or personal 
information or that were intended only for the 
use of a named person”
http://www.uis.cam.ac.uk/ees/onedrive
Questions: service-desk@uis.cam.ac.uk
Cloud services (using Raven to sign up)
Integration with 
Office365 Yes No No
Space included 5TB Unlimited Unlimited
Price (per annum) Free Free £84 p.a.
File history/recovery 90 days 30 days Unlimited
Backups In the Microsoft Cloud Managed by Google Managed by Dropbox
Support available Webpages from UIS Unsupported Unsupported
Where are files 
stored? UK data centres Anywhere in the world EU data centres
Live editing of files Yes – dependent on browser Yes Only with an Office 365 licence
What types of data 
can be shared?
Public, Cambridge only, or 
confidential data Public data






Which example is better and why?
Data organisation:
• Consistent
• Meaningful to you (and any colleagues 
you’re working with)
• Allow you to find files easily




What data do you need to organise, and how?
Interviews
File naming conventions – do they matter?
Copyright: http://10pm.com/
******
File naming conventions – do they matter?








• e.g. OpenRefineData cleaning
• e.g. Qlik, TableauData visualisation









• the easier it becomes for you 
to access your data, the easier 
it becomes for someone else 
to access your data
So…
• Check where tools store data
• Take care over access
• Use strong passwords, 
password managers, and 2FA 
wherever possible
Part 3:
Managing personal and sensitive data
What is personal data?
“records or other information that, on their own, or linked 
with other data or information in the possession of the data 
controller, can reveal the identity of an actual living person”
Data Protection Act (1998)





• racial or ethnic origin
• political opinions
• religious beliefs / other beliefs
• trade union membership
• physical or mental health or condition
• sexual life
• Offences/court proceedings…
Personal data PLUS information about:
• racial or ethnic origin
• political opinions
• religious beliefs / other beliefs
• trade union membership
• physical or mental health or condition
• sexual life
• offences/court proceedings…
What is sensitive data?
How to handle personal data?
Don’t collect it 
needlessly
Gain informed, 
preferably open and 
written, consent
De-identify it
Remove identifiers Aggregate results Generalise variables Remove outliers
Use managed access 
repositories if 
publishing it









Us (Ben and 
Laura!)






Crüwell et al. (2019), Seven easy steps to Open Science: an annotated reading list
Tennant et al. (2016), The academic, economic and societal impacts of Open Access: an evidence-based review
Klein et al. (2018), A practical guide for transparency in psychological science

Nature 533, 452–454 (26 May 2016) doi:10.1038/533452a
"[M]uch research in criminology is translatable to policy and practice, which can be
expensive and have unintended harmful consequences. Thus, the trustworthiness of
criminology's scientific record is not only fundamental to its sustainability as a field but
also integral to its relevance and reputation. Replication plays an essential self-correcting
role in the systematic accumulation of knowledge by ensuring original findings are not due
to error or chance. It also provides a deterrent effect: if one must share data and workflow,
and if there is reasonable certainty one's research will be replicated by others, then QRPs
will be less likely … Criminology should encourage a culture that supports open science,
funds more replications, carries out and publishes more replications, and advocates for
policy and practice based on reproducible findings."
Barriers to Open Data
Bishop, D. V. M. (2016). Open research practices: Unintended consequences and suggestions for averting them. (Commentary on the peer reviewers’ 
Openness initiative). Royal Society Open Science, 3, 1–6. https://doi.org/10.1098/rsos.160109
"One important tool in the reproducibility tool kit is data sharing, which enables reanalysis,
replication, and well-powered consortium science. Historically, IRBs and many researchers
have prioritized data secrecy over data sharing. Participants do often have privacy interests
that are important to consider. Consequently, [participants] should be asked for their
permission to share their data, and care should be taken in deciding how and with whom
their data are shared. But it is past time for the research community to realize that
participants typically also expect that the data they contribute will be used to advance
scientific truth, not merely to make scientific claims that cannot be verified."
Where to share data?
Discipline-specific General purposeInstitutional
ALWAYS check legal and ethical restrictions first
Follow the FAIR principles
Findable – easily discoverable
Accessible – no restriction to access
Interoperable – doesn't rely on one type of 
software
Reusable – clearly licensed
Part 5: Data management 
plans (DMP)
What is a DMP?
• Outlines data management during and after research project
• Optional for graduate students (but recommended!)
Summary document (2-3 pages)
• Develop strategies for data storage, retention, and sharing
• Anticipate potential legal and ethical issues
• Estimate project costs for grant applications
Purpose and benefits
• … but also improves integrity and efficiency of research
Funder requirements
What does a DMP contain?
1. Sources of data
2. Quality assurances
3. Security and backup 
strategies
4. Data sharing plans
5. Ethical and legal 
restrictions
6. Data responsibility
Support for creating a DMP
https://dmponline.dcc.ac.uk/
Digital Curation Centre DMP guidance: https://www.dcc.ac.uk/dmps
Part 6: Further resources
Cambridge Research Data services
www.data.cam.ac.uk
Research Integrity and Ethics
https://www.research-integrity.admin.cam.ac.uk





What strategies do you currently use to store and back-up 
your data?
How are your digital and physical files currently 
organised?
What types of personal or sensitive data are you handling 
in your research?
What are the benefits and challenges of data sharing in 
your research area?
