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The rise of the internet and computer technology has resulted in many new opportunities for the transmission of multimedia content. With the ease of copy and distribution of content, the copyright protection issue becomes more and more concerned. Digital watermarking protects the copyrights in the way of embedding the watermark into digital multimedia content so that the watermark can later be extracted or detected. Most of the watermarks are invisible [1, 2, 3] while a few are visible [4, 5, 6, 7, 8, 9] . Visible watermarking which provides a recognizable identity to the content is used for protecting the publicly available multimedia content. The main advantage of visible watermarking is that it prevents unauthorized using of copyrighted high quality images.
In visible watermarking, a secondary image is inserted into the host image such that visible watermark is perceptible to a human observer. Many researches have been done in this area. In [4] , Kankanhalli proposed a visible watermarking technique in the discrete cosine transform (DCT) domain. The algorithm classifies each block of 8×8 pixels into one of eight classes depending on the sensitivity of the block to distortion. The DCT coefficients of the corresponding blocks of the watermark and the original are added in varying proportions depending on the class to which the image block belongs. They exploited the effect of luminance to make a final correction to the block scaling factors. Nakajima el al. [5] proposed a fast logo insertion algorithm for MPEG compressed video. They employ compressed data domain logo insertion with an in-loop re-quantization process. They also adaptively use the MV and coding information of the input MPEG stream according to logo and non-logo regions.
Most of the visible watermarking schemes do not care about ability of removing the visible watermark. In [6] , the user-key-dependent removable visible watermarking system is proposed. The user key structure decides both the embedded subset of watermark and the host information adopted for adaptive embedding. The neighbor-dependent embedder adjusts the marking strength to host features and makes unauthorized removal very difficult. Meng and Chang added visible watermarks to video sequence in the discrete cosine transform (DCT) domain [7] . Yip et al. [8] presented two lossless visible watermarking methods based on pixel value matching and pixel position shift, respectively. Yang et al. [9] proposed a reversible visible watermarking scheme satisfy the applications, in which the visible watermark is expected to combat copyright piracy but can be removed to losslessly recover the original image. The performance of the proposed method is verified, and the test results show that the introduced scheme succeeds in preventing the embedded watermark from illegal removal. In [10] , the visible and removable watermarking is extended in JPEG domain.
From the literature, most of the watermarks are binary logos, and few methods of color visible removable watermarking are proposed in JPEG domain. In this paper, we aim to invent a secure visible and removable watermarking scheme based on JPEG compression, in which the original image and the visible logo are color images. In Section 2, the architecture of the proposed scheme is proposed. Section 3 gives the detail of the visible and removable algorithms. In Section 4, the experiments are given to show the advantages of the proposed scheme. Finally, some conclusions are drawn, and the future work is given in Section 5.
Architecture of the Proposed Scheme
Most of the visible watermark embedding algorithms [4, 5] do not consider the watermarking removing process. In some application scenario, it is desired for the authorized users to remove the visible watermark from the watermarked image. For example, the content provider transmits the TV program with a TV logo to users. The users can purchase removing Logo key, remove the visible logo form the watermarked TV program and obtain the high visual quality of original TV program. The architecture of the proposed visible removable watermarking scheme, as shown in Figure 1 , is composed of three parts, i.e., secure template generation, watermarking embedding and watermarking removing. At the server side, the original image is embedded with visible watermark into a watermarked image. Then, the produced data stream is transmitted to the users by networks. At the user side, the users remove the visible watermark and recover the original image.
Set E() the watermarking embedding operation, D() the watermarking removing operation, T() the secure template generation operation, P the original image, P' the modulated version of P, W' the modulated version of W, K the modulation secret seed. Before the watermark embedding/removing process, a secure template under the control of a secret seed is generated. The pseudorandom sequence
..,n-1) are generated from the secure template. The sequence generation process is defined as
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The pseudorandom sequence S is used to modulate the embedding strength of original image and watermark image. The modulation process for original image and watermark image is defined as
where P' and W' are the different versions of original image P and visible watermark W, separately.
After selecting the embedding region, the original image is embedded with the visible watermark W' into the watermarked image C by additive embedding according to ( ', ', , )
In user side, the watermarking removing and original image recovery process is defined as
Here the generation of S and W' is the same as in the server side.
Proposed Visible and Removable Scheme in JPEG Compression
Images are often compressed in order to save the operation of storage or transmission. JPEG standard is a commonly used method of lossy compression for photographic images. In the following content, the proposed colored visible and removable watermarking based on JPEG compression is described in detail.
Secure Template Generation
As can be seen from the Figure 1 , the key problem is to design the secure template for the proposed scheme. Here, the pseudorandom sequence S generated from the template is used to modulate the strength of original and watermark images. Figure 2 gives some examples of the watermarked image which the embedding strength is equal. As can be seen, the visible logo in the watermarked area becomes more visually obvious as the embedding strength increases. However, this method is less secure as the visible watermark can be easily removed from the watermarked image when users obtain the watermark image. Thus, to improve the security, the embedding strength of the visible watermark can be selected randomly that it is hard for the illegally users to remove the watermark. 
Proposed Visible and Removable Watermarking Based in JPEG Compression
The visible embedding and removing process is adopted in JPEG encoding and decoding process, separately. Figure 3 gives the flowchart of watermarking embedding process in JPEG encoding. The details of visible watermark embedding process in JPEG encoding are given as following.
Step 1. In watermarking embedding process, embedding the waterma rks directly into the RGB components is not suitable because RGB color space is highly correlated. In the proposed scheme, we adopt the YUV color space for watermark embedding. 
Here, Y is the luminance component of images which is the candidate for watermarking embedding.
Step 2. In JPEG encoding process, the image is partitioned into 8×8 nonoverlapping blocks, converted to a frequency domain by 8×8 DCT. All the DCT coefficients of watermark and host image are quantized by a quantization table into w i and p i (i=0,1,…,n-1).
Step 3. Coefficients w i and p i are modulated by the pseudorandom sequence s i by the following method. Step 4. The modulated watermark image is embedded in the original image by additive embedding [1] , and thus
Step 5. The watermarked coefficients () ci are ordered by zig-zag scanning and then encoded with variable length coding (VLC).
The watermarking removing and image recovering process is given as follows.
Step 1. In user side, the pseudorandom sequence S is generated the same as in the watermarking embedding process.
Step 2. The pseudorandom sequence S which modulates the DCT coefficients of visible watermark to a new version w' by
Step 3. With sequence S and the modulated coefficients of watermarks, the watermark removing and original image recovering process is We tested the performance of the proposed algorithm with a number of images (shown in Figure 4) . The watermark image is 24-bit images and the original image is a 512 512  24-bit image. The source code of JPEG encoding and decoding are from the JPEG committee home page [12] .
Simulation Results
For the proposed scheme, the security of watermark will be considered that it should be robust against illegally removable attack. In the proposed scheme, the visible watermark removing depends on the template under the control of the secret key. Generally, the random sequence with good randomness can be obtained from some typical pseudorandom generators. The visible logo should be correctly removed from the watermarked image with the correct key and incorrectly removed with the wrong key. Figure 5 gives some results of watermarking removing with correct key and incorrect key. By using the correct key, the image is well recovered and the watermark is removed successfully. From the result of illegally removing, the much energy residue of the visible watermark still exists and makes the image less valuable. As can be seen, different secret seed generated different versions of watermarks which make the watermarked image different from each other. In pseudorandom sequence generation, [ , ] i s a b  is satisfied. In watermarking removing process, the interval [a,b] can also be kept secret to enhance the security of the proposed scheme. Figure 6 gives the results of watermarking removing with the same key and different [a,b] . From the results, the interval can also be generated from the random number which increases the security of the proposed scheme. The scheme obtains a high security, if more perceptible pixel is left after the watermarking. To analyze the relation between the security and the interval, we use the Psnr (peak signal-to-noise ratio) to measure the security performance. Aiming at this, we make Diff=b-a, and the relation between Diff and Psnr is shown in Figure 7 . As can be seen, the Psnr decreases as the Diff increases and thus, more perceptible pixels are left after visible watermarking. The security of the proposed scheme is highly related with the interval [a,b]. In the proposed scheme, the visible watermark is embedded into the host image in the process of the JPEG encoding. The proposed scheme should not affect the compression efficiency greatly. The DC and AC coefficients are changed and will affect the variable-length code. Figure 8 gives the relation between compression rate and compression efficiency. There is little effect on JPEG compression of the scheme when the compression factor is larger than 75 (default compression factor). Based on the simulation results, the difference between watermarked image and original compressed image is less than 5 KB. Additionally, the difference is negligible when the compression rate is bigger than 75. Thus, the scheme"s affection on the compression is acceptable.
Conclusions
In this paper, a secure visible and removable color watermarking scheme adopted in JPEG compression domain is proposed. A secure template is generated which modulates the coefficients of host image and visible watermark for the purposed that the embedding visible logo can be removed from the watermarked image. Experiments show that proposed scheme is robustness against removable attack. Users with the right key can remove the watermark, recover the original image. With the wrong key, the remaining pixels of the logo are left on the host image of which affects the visual quality. In the future work, we can explore the HVS model into our algorithm to obtain better visual quality and better security.
