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Abstract: Wireless Sensor Networks (WSN) play a key role in sensing, computing and communicating the information in most of the fields bringing 
substantial improvements in a broad spectrum of modern technologies. Data to be routed from source to destination is very difficult in WSN due to 
the mobility of the network elements and lack of central administration. In this paper an attempt has been  made  to  evaluate  the  performance  of  
routing protocol Ad-hoc On-demand Distance Vector routing (AODV) for the wireless sensor nodes(IEEE 802.15.4 standard).  The performance of 
routing protocol is analysed using various metrics like total packets received, throughput, average end-to-end delay, total bytes received and average 
jitter using Qualnet 5.0.2 simulator.   
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I. INTRODUCTION 
Wireless sensor and actuator networks (WSANs) constitute 
an important and exciting new technology with great potential 
for improving many current applications as well as creating 
new revolutionary systems in areas such as Wireless sensor 
networks (WSN). This will potentially affect all aspects of our 
lives, bringing about substantial improvements in a broad 
spectrum of modern technologies ranging from battleﬁeld 
surveillance, environmental monitoring, biological detection, 
smart spaces, disaster search and rescue, industrial 
diagnostics, sensing a building integrity or structural 
vibrations during an earthquake, the stress of an airplane’s 
wings, are some of the applications where WSN promise to 
change how researchers gather their data.  
Recent advances in micro-electro-mechanical systems, 
digital electronics, and wireless communications have led to 
the emergence of inexpensive wireless communication, 
computation, and sensing. This has created a new generation 
of smart devices. Using tens to thousands of these devices in 
self-organizing networks has created a new technology 
referred to as wireless sensor networks (WSNs). Typically, 
WSANs are composed of large numbers of minimal capacity 
sensing, computing, and communicating devices and various 
types of actuators. These devices operate in complex and 
noisy real world, real-time environments. Current and past 
research[1] have produced many  excellent low level 
mechanisms and  protocols to collect, transport, and perform  
sensor fusion of this raw data and react with control actions. 
However, many challenges remain.  
Today, many sensors exist around the world collecting 
environmental data. In most cases, the WSAN systems focus 
on single problem, such as the effect of tides on island. Most 
of these systems measure a limited number of parameters at a 
large granularity.  WSANs have the potential of dense and 
flexible coverage and most importantly enabling correlation 
across many WSANs. Such capabilities will result in new 
understanding of environmental conditions. Dense coverage 
might include sensors placed within centimeters or meters of 
each other, enabling a precise understanding of certain 
phenomena.  
A single sensor node may only be equipped with limited 
computation and communication capabilities. However, nodes 
in a WSN, when properly programmed and networked, can 
collaboratively perform signal processing tasks to obtain 
information of a remote and probably dangerous area in an 
untended and robust way [1, 2]. 
Routing protocols are divided into two categories: 
Proactive and Reactive. Proactive routing  protocols  are  
table-driven  protocols  that always  maintain  current  up-to-
date  routing information  by  sending  control  messages 
periodically between the hosts which update their routing 
tables. The proactive routing protocols use link-state routing 
algorithms which frequently flood the link information about 
its neighbours [1]. Reactive or on-demand routing protocols 
create routes when it is demanded by the host.  Such protocols 
use distance-vector routing algorithms [2]. 
II. ROUTING PROTOCOLS   
A. Proactive (Table-Driven) Routing Protocols:  
In proactive routing, each node has one or more tables that 
contain the latest information of the routes to any other node in 
the network. Various table-driven protocols differ in the way 
how the information propagates through all nodes in the 
network when topology changes. The proactive routing 
