INTRODUCTION
Wireless Mesh Networks have emerged as a promising technology, with a potential for widespread application in contemporary wireless networks, substituting and thereby reducing the dependence on the wired infrastructure. It is fathomable that in the foreseeable future, WMNs may be extensively deployed due to consistently increasing low-cost availability of the commodity IEEE 802.11 off-the-shelf hardware, smooth deployment with ease of scalability, effortless reconfigurability and increased network coverage [1] [2] . The surge in their presence will be equally attributed to the tremendous increase in data communication rates that are being guaranteed by the IEEE 802.11 and IEEE 802.16 protocol standards. WMNs also offer enhanced reliability when compared to their wired counterparts because of the inherent redundancy in the underlying mesh topology. WMN technology, given its practical and commercial appeal, can adequately cater to the vigorous needs of myriad network applications, ranging from institutional and social wireless LANs, last-mile broadband Internet access, to disaster networks. Prominent wireless technologies that stand to benefit, or are already benefiting from WMN deployments, other than the IEEE 802.11 WLANs, are the IEEE 802. 16 Wireless Metropolitan Area Networks (WMANs) and the next generation cellular mobile systems, including LTE-Advanced [3] . WMNs are also poised to form the backbone of the next-generation of integrated wireless networks, that aim to converge a plethora of technologies such as 3G/4G mobile networks, WLANs etc. onto a single communication delivery platform [4] . 2 The mesh topology framework in a WMN facilitates multiplehop transmissions to relay the data traffic seamlessly between source-destination pairs that are often beyond the transmission range of each other [5] . Thus Gateways exhibit operational duality by interfacing the WMN with outside networks, besides functioning as any other mesh router within the WMN. IEEE 802.11 [6] protocol standards serve as a popular link layer protocol for WMN deployment.
A trivial single-gateway WMN is illustrated in Figure 1 , with mesh-routers and mesh-clients. This is the WMN model we adhere to in our research endeavor, wherein we consider the availability of multiple radios specifically for inter mesh-router communication, and do not deal with the mesh backbone to mesh-client communication issues.
Initial deployments of WMNs comprised of a trivial singleradio single-channel architecture, in which all nodes were equipped with a single radio and assigned the same channel.
Subsequent analysis of the performance of such wireless network architectures, revealed that there was substantial degradation in the performance of the network, as the size of the WMN was scaled up [7] . Single-channel deployments also adversely affected the end-to-end throughput and network capacity in [10] [11] . However, the technological enhancements in WMN deployments have incidentally led to an undesired increase in the interference that impedes the radio communication in such wireless networks.
Research Problem Outline
Numerous research studies have attempted to address and resolve interference related issues in WMNs. But the notion of Radio co-location Interference or RCI i.e., interference caused and experienced by spatially co-located radios or SCRs, that are operating on identical frequencies, is a crucial aspect of the multifaceted interference problem that has been largely unaddressed and finds very little mention in the current WMN research literature. We choose to focus primarily on this issue, and strive to adequately address and mitigate the adverse effects of RCI in a WMN. The first step towards mitigation of undesired detrimental affects of any interference bottleneck is its correct identification, and representation in the conflict graph. Thus, we accomplish our end goal by an accurate and wholesome representation of all possible RCI scenarios of a WMN in its conflict graph.
Paper Organization
In Section 2, we touch upon the important interference related themes such as categorization and representation of wireless interference and the interference models. In Section 3, we briefly mention and cite some notable research literature relevant to our study. Section 4 introduces the concept of RCI supplemented with two crucial RCI scenarios, and supports the theoretical arguments with an experimental proof of concept. In Section 5, we propose two generic multiradio multi-channel conflict graph generation algorithms, viz., a conventional approach and a novel radio co-location aware technique. Section 6 comprises of simulation methodologies and characteristics, presentation and analysis of recorded results, and a discussion on the reliability of total interference degree as a theoretical estimate of prevalent interference. In Section 7, we derive concrete conclusions accompanied with certain logical inferences, predicated on the observed results and offered analysis. Finally, Section 8 outlines the future course of our research work.
INTERFERENCE IN WMNS
With the advent of MRMC deployments, the spectral complexity of the WMNs intensified. This led to a substantial rise in the interference endemic in WMNs, identification and mitigation of which continues to be the focus of researchers.
Categorizing Interference In A WMN
Interference in a WMN can be broadly classified into three categories viz., external, internal and multipath fading [12] .
In our work, we focus only on the internal or controlled interference, as it is the primary disruptive factor that leads to poor network performance in MRMC WMNs.
Interference Models
The next step would entail determining the conflicting wireless links in the WMN. This is a very complex problem due to the wireless nature of the network. 
Selection Of Interference Model
The Protocol Model is a simplified representation of physical interference which we use in our work for three reasons. It is a simple yet felicitous mathematical representation of the actual wireless interference. It permits a binary interference modeling, i.e., a successful transmission is one which is not attenuated by any adjacent interfering signal active in its transmission range. Finally, there is no fixed interference range by which two communicating nodes need to be separated.
Instead, the model gives us the flexibility of fixing the interference range as it is proportional to the distance between a communicating node pair.
Representing Interference In A WMN
Having successfully identified the interfering wireless links in a WMN, we need to represent these interference relationships.
This representation is done by a special graph, called the Conflict Graph. Before we proceed, we state a few concepts and definitions. Let G = (V, E) represent an arbitrary WMN.
(a) Potential Interference Link : Let i ∈ V , j ∈ V , such that (i, j) ∈ E, then ∀(m, n) ∈ E, where the transmitting range of the radio at node m or n, extends upto, or beyond node i or j, are called the potential interference links of link (i, j). They are also termed as conflicting links or contention edges.
the potential interference number of link (i, j) ∈ E, is the total number of links in E which are the potential interference links of (i, j). It is also usually termed as
Interference Degree.
(c) Total Interference Degree T ID : It is an approximate estimate of the adverse impact of the interference endemic in a WMN. It is arrived at by halving the sum of the potential interference numbers of all the links in the graph.
where
is a potential interference or conflict link of (i, j) in G }.
RELATED RESEARCH WORK
Interference substantially degrades the wireless network performance. It leads to low end-to-end throughputs and high transmission delays. Multi-hop transmissions in WMNs are adversely impacted by the co-channel interference, deteriorating network capacity and destabilizing fairness in link utilization [8] . effort to mitigate and restrain the impact of interference in WMNs. Conflict graphs serve as the primary indispensable tool for addressing the various WMN design and performance issues. They are extensively used for modeling and estimating the interference degree in wireless and cellular networks [15] .
However, a basic conflict graph, or CG, is only suited to a wireless network in which each node is equipped with a single radio. In order to model the interference in an MRMC WMN, the concept of CG needs to be extended to an enhanced version called the multi-radio multi-channel conflict graph or an MMCG. Several research endeavors [4] , [9] , [15] - [24] , directed at finding an efficient CA for an MRMC WMN have made use of the concept of MMCG to model the interference in their network scenario.
In [4] , the authors merely suggest that the conflict graph was generated by ensuring that the interference-to-communication ratio is set to 2, with no further insight into the algorithmic aspects of this crucial step. In contrast, the literature in [16] defines in great detail, two approaches to generate conflict impacted by the additional interference generated due to the spatial proximity of such SCRs. We restrict our study of this interference phenomena, to SCRs operating on the same channel, which is consistent with the binary interference model that we have adopted.
In this section, we investigate the impact of spatial co-location of radios on the overall interference scenario. We commence by elucidating two interference scenarios to elicit a theoretical proposition, and then experimentally validate the suggested argument. any transmission from node A will reach both radio C 1 and radio C 2 alike, as they are co-located at C. Similarly, both radio C 1 and radio C 2 are independently capable of a simultaneous transmission to the radio on node A. In the above scenario, by virtue of wireless propagation, it is perfectly logical to infer that links AC 1 and AC 2 are interfering links and ought to have an edge in the corresponding MMCG to denote their mutual interference.
Two Co-location

Case 2:
Consider the three flavors of a WMN layout depicted in the three cases of Figure 3 . The nodes are equipped with one or more IEEE 802.11g radios, which are operating Figure   3 (ii), the total interference degree escalates substantially as there are six conflicting radio-link pairs, viz. Common Channel or MRCC operation in Figure 3 (ii), even if marginally so for such a trivial architecture. Further, the Multi Radio Different Channel or MRDC deployment in Figure 3 (iii), will significantly outperform the other two schemes.
Experimental Validation
To corroborate our argument with actual experimental data, simulations of the three network layouts illustrated in Figure   3 were performed in ns-3 [25] . Table I .
Network Design:
Simulation Results:
For each deployment, multiple independent sample runs were performed. We register the T hroughput of only the onward flow, i.e., the Source -Sink The SRCC deployment performs slightly better than the MRCC deployment. This result vindicates our theoretical contention, that the surge in interference due to SCRs, operating on a common channel, degrades the network performance substantially. As can be inferred from the results in Table II SCRs which have been assigned a common-channel.
But representation of the RCI is lacking in the MMCG creation method suggested in [15] , and all other research work focussed on minimization of interference in WMNs that we referred to. The underlying reason is that while creating the MMCG, the fact that multiple radios installed on the same node are spatially co-located is not accounted for. A result of this oversight is that a few interference scenarios escape notice during the MMCG creation and the estimate is seldom a true reflection of the actual interference scenario in the network.
Having laid the theoretical foundations, supplemented with experimental evidence, we formally state the research problem we aim to pursue and address, in the next sub-section.
Problem Definition
Multi-Radio Multi-Channel conflict Graphs or MMCGs are frequently used to accurately represent the interference present in a WMN and measure its intensity or degree of impact on the WMN. Thus, a generic approach to create an MMCG for any arbitrary WMN is of utmost importance. The need for a comprehensive procedure to generate an MMCG G c = (V c , E c ) for a given input WMN graph G = (V, E), which is independent of the factors such as the WMN topology, the choice of interference model, the channel allocation scheme etc., is often felt by researchers attempting to solve CA, routing or maximum-throughput problems in a WMN.
To the best of our knowledge, a lucid, all-encompassing and explicitly proposed algorithm for MMCG creation, especially one which factors in the effects of SCRs, is lacking in the current research literature. The novel concept, of the phenomena of RCI, and the redressal of its adverse impact on the performance of a WMN by adequate and accurate representation in the creation of its MMCG, is what distinguishes our study from the plethora of approaches suggested before.
THE PROPOSED MMCG GENERATION ALGORITHMS
To remedy the lack of a broad-based algorithm, we now propose two generic polynomial time algorithms to create a multi-radio multi-channel conflict graph or an MMCG. We designed the algorithms with the vision of creating a generic, widely applicable and versatile method of generating MMCGs.
We have tailored the algorithms in conformity with our broad- Algorithm 1 C-MMCG : Radio Co-location Not Considered
for j ∈ N i do 4: for x ∈ R i , y ∈ R j do 5: for y ∈ R j do 6:
end for 8: end for 9: end for 10: end for{Get the intermedidate graph
V c ← V c + (i, j) 13: end for{Create the Vertex Set V c of the CG G c } 14: for v ∈ V c , u ∈ V c , v = u do 15: Use an Interference Model to determine if u & v are Potentially Interfering Links 16: if True then 17: if (Channel(u) == Channel(v)) then 18 :
end if 20: end if 21 : end for{Output C-MMCG G c = (V c , E c )}
The Classical MMCG Algorithm
The C-MMCG algorithm adopts a conventional approach to model the interference endemic in WMNs. Its stepwise procedure is described in Algorithm 1. Steps 1 to 10 split each node in the original WMN topology graph G = (V, E), into the number of radios it is equipped with, and generate an
, where V ′ represents the set of total number of wireless radios in the WMN and E is edge set of links between radio pairs.
While G reflects a node centric view of the WMN, G ′ reflects the view of the WMN at the granularity of individual radios.
Step 2 splits the radio set of each node in G to individual radio-nodes in G ′ 
The Enhanced MMCG Algorithm
The E-MMCG considers all possible interference scenarios that exist in a WMN, including the RCI. The stepwise procedure to generate an E-MMCG for a WMN is described in Algorithm 2 E-MMCG : Radio Co-location Considered
V c ← V c + (i, j) 13: end for{Create the Vertex Set V c of the CG G c } 14: for v ∈ V c , u ∈ V c , v = u do 15: Use an Interference Model to determine if u&v are Potentially Interfering Links 16: if True then 17: if (Channel(u) == Channel(v)) then 18 :
end if 20: end if 21: end for 22: 
for i ∈ V do 24: if
Both elements of R i on same channel)] then 25 :
end if 27: end for 28 : end for The RCI accounting steps will apply to both common and multiple channel deployments in the WMN, preserving its generic nature. E-MMCG thus ensures that the interference scenarios discussed in Section 4, which are not being addressed in the existing research literature are accounted for, and the injection of the RCI into the overall interference dynamics is duly represented, by addition of necessary and sufficient links in the E-MMCG. The links added to the E-MMCG to account for the RCI, are characteristic of the E-MMCG algorithm, and to be more precise, are generated from its steps 22 to 28.
These conflicting links may or may not be determined by the employed interference model, but they most certainly will not escape notice of the E-MMCG algorithm. The time complexity of the algorithm, similar to its conventional counterpart C-MMCG is O(n 2 ).
C-MMCG and E-MMCG : An Illustration
Let us pictorially demonstrate, through Figure 4 , the output MMCGs for the two flavors proposed above. 
SIMULATIONS, RESULTS AND ANALYSIS
Having proposed the MMCG algorithms, especially the one based on the concept of co-location of radios, it is imperative we prove their relevance in real-world WMN deployments. We take a three pronged approach in this regard.
Measuring Impact Of Interference
We employ the MMCG algorithms to measure the TID in a WMN, and compare the results of the two flavors. We consider a square Grid Layout for the WMNs, of size 5n × 5n where n = {1, 2, . . . , 10}, thus varying the size of WMNs from 5×5 nodes to 50×50 nodes, where all the nodes are equipped with 2 identical radios, and all radios are on a common channel. This configuration represents a maximum interference scenario, and is ideal for analysis. We apply both MMCG algorithms to each of these grid topologies. The results are illustrated in Figure   5 . The statistics in Figure 5 elicit the fact that E-MMCG which considers co-location of radios, accounts for all the 
This is reflected by its poor accounting of Interference Degree
values as compared to its enhanced counterpart, E-MMCG.
Further, as the size of WMN grows, the difference in the TID of the two MMCG approaches becomes increasingly prominent. This implies that there is a tremendous upsurge in the RCI as the size and complexity of the WMN increases.
This finding further consolidates the proposition we put forward in Section 4, that the adverse impact of RCI gets more pronounced in medium to large WMNs, must be appropriately accounted for, and adequately addressed.
Application to CA Algorithms
Since Conflict Graphs serve as the input to Channel Assignment algorithms, the next logical step is to apply the MMCG algorithms to two graph-theoretic solutions of the CA problem.
In [22] authors propose a Breadth First Search approach or BFS-CA, which is a centralized dynamic algorithm that employs the services of a channel assignment server or CAS.
Initially, the WMN is assigned a default channel that experiences the least interference from intentional or un-intentional interferers in close proximity, based on a channel-ranking technique. The CAS computes the average distance of each vertex in the multi-radio conflict graph, or the MCG, from the gateway. Thereafter, the algorithm performs a breadth-first scan of the MCG, starting from the vertices closest to the gateway, assigning a channel to each vertex that it encounters, which is orthogonal to the channels assigned to its neighbors if possible. Else, it selects a channel randomly from the set of available channels and allots it to the vertex in context.
A Maximal Independent Set channel assignment scheme or
MaIS-CA is proposed in [24] . It is a greedy heuristic scheme, which determines the maximal independent set of vertices in a conflict graph, assigns them an identical channel and then removes them from the conflict graph. This process is iterated, until all the vertices have been assigned a channel.
We opine that MaIS-CA is algorithmically superior than BFS-CA, as its CA approach distributes the channels among the radios in a more balanced fashion, and also assures a higher degree of connectivity in the WMN graph. For a theoretical validation of the stated notion, we implement these two CA algorithms over Grid WMNs using both C-MMCG and E-MMCG as the input to CA schemes, and then estimate the TID for each CA deployment. The nodes are equipped with 2 identical radios each, and we utilize the 3 non-overlapping channels guaranteed by IEEE 802.11g specifications. For a smooth discourse hereon, we adopt the following nomenclature to differentiate between the CAs.
• C-MMCG based CAs : BFS-CA 1 and MaIS-CA 1 .
• E-MMCG based CAs : BFS-CA 2 and MaIS-CA 2 .
The procedure we follow is described below :
• Take WMN grid of size n×n, where n ∈ {3,5,10}.
• Create two MMCGs using the algorithms C-MMCG and E-MMCG.
• Use both flavors of MMCG as input to BFS-CA and
MaIS-CA to obtain final CAs, 4 in all.
• Apply C-MMCG on BFS-CA This result strengthens the argument that MaIS-CA is a better CA scheme than BFS-CA, and our simulation results will, in all likelihood, conform to the pattern. Further, it assures us theoretically that employing the use of E-MMCG approach does not alter the intrinsic algorithmic disposition of a CA.
Simulation Testbed For Performance Evaluation Of CAs
The The radios installed on all nodes are identical IEEE 802.11g radios, operating in the standard specified 2.4 GHz spectrum, which allows them to have up to 14 channels at their disposal, of which 3 channels are orthogonal. We restrict the number of available channels to these 3 non-interfering channels. We employ the ERP-OFDM modulation technique, with a ceiling of 9 M bps on the maximum P HY data-rate. We let the transmission power assume the default value of 16.02 dBm, and set the receiver gain to −10 dBm for better sensitivity.
Nodes 
Results and Analysis
The four CAs, BFS-CA and MaIS-CA for both versions of MMCG, are subjected to all the test-cases listed above. The metrics we monitor, and register for subsequent analysis are, the Average Network Aggregate Throughput which we will simply refer to as the Throughput, the Abrupt Flow Count, the Packet Loss Ratio and the Mean Delay. 
Test Case Class 1:
We Although not of great relevance here, we also present the Throughput results for the CAs, for both versions of MMCG, in Table V 
Test Case Class 2:
We which is the most comprehensive interference scenario.
Test Case Class 3:
As stated in its description, this class of test-cases is aimed at measuring the network performance, in terms of network capacity, packet loss ratio and mean delay under heavy network data traffic. The Throughput results of the stress testing exercise are presented for analysis in the graphs depicted in Figure 9 . Although the overall performance of E-MMCG CAs continues to be better than their corresponding C-MMCG peers, we can observe a few deviations from the trend. In Let us now examine how the two CA schemes fare against one another, in both the MMCG models. In Table IX Moving on to the observed PLR values, let us examine the graph in Figure 10 and the corresponding processed results in Let us observe Table III interference-aware CA approaches, e.g [27] and [28] , is to minimize the local interference degree at a node, or minimize the TID while assigning channels to WMN radios.
However, the task of ascertaining the benefit and relevance of predicating CA design of a WMN on its TID is beyond the scope of our current work.
CONCLUSIONS AND INFERENCES
We begin by drawing the most fundamental conclusion that RCI has a rather debilitating effect on the performance of WMNs. It is safe to conclude that the Enhanced MMCG model, which factors in, and adequately represents, the interference generated by SCRs, is better equipped and algorithmically more tuned to alleviate the adverse impact of interference, than its conventional counterpart, the Classical MMCG model. In addition to the above conclusions, there are a few insightful inferences that we make based on the observed results.
CA deployments under the E-MMCG class invariably perform better than their peers under the C-MMCG approach, for all the performance indices. The improvement noticed in MaIS-CA is substantial as compared to BFS-CA. Therefore, though the E-MMCG model augments the performance metrics of a CA, the underlying CA strategy also plays a determining role in this enhancement. This inference is a positive feature of the E-MMCG model, in the way that it does not alter or modify the inherent behavior or algorithmic nature of a CA. Simply put, if a CA approach is fundamentally good or bad, although its performance is enhanced by the E-MMCG model, it will continue to be relatively good or bad.
The third observation is that the Relative Difference of the performance between the two CA schemes, under the two MMCG approaches, is not just positive in favor of E-MMCG, but boasts of high magnitudes as well. The E-MMCG model accentuates the difference between the performance metrics of two CA schemes, in a positive fashion, i.e., a less efficient CA scheme will be enhanced marginally (e.g. BFS-CA) while an intelligent CA stands to gain drastically (e.g. MaIS-CA) from the E-MMCG model. Naively put, bad becomes less bad, but good becomes much better.
On the subject of TID as a theoretical estimate of the endemic interference in a WMN, the inference from the discussion asserts that it is not an ideal metric, especially when used to predict the behavior of a deployed CA.
FUTURE WORK
Having established the notion of RCI and experimentally validated it, we plan to further explore the concept to engineer a radio co-location aware channel assignment. We also intend to take up the task of determining a better theoretical metric for estimating the impact of interference in a WMN.
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