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Abstract. The question what a business-to-business (B2B) collaboration setup
and enactment application-system should look like remains open. An important
element of such collaboration constitutes the inter-organizational disclosure of
business-process details so that the opposing parties may protect their business se-
crets. For that purpose, eSourcing [37] has been developed as a general business-
process collaboration concept in the framework of the EU research project Cross-
Work. The eSourcing characteristics are guiding for the design and evaluation of
an eSourcing Reference Architecture (eSRA) that serves as a starting point for
software developers of B2B-collaboration systems. In this paper we present the
results of a scenario-based evaluation method conducted with the earlier speci-
fied eSourcing Architecture (eSA) that generates as results risks, sensitivity, and
tradeoff points that must be paid attention to if eSA is implemented. Addition-
ally, the evaluation method detects shortcomings of eSA in terms of integrated
components that are required for electronic B2B-collaboration. The evaluation
results are used for the specification of eSRA, which comprises all extensions
for incorporating the results of the scenario-based evaluation, on three refinement
levels.
1 Introduction
The collaboration between manufacturing companies in the B2B domain is complex
from a business, conceptual, and technological point of view. Observing such collabora-
tion, particular features are characteristic. An original equipment manufacturer (OEM)
organizes the creation of value in an in-house process that is decomposable into differ-
ent perspectives, e.g., control flow of tasks, information flow, personnel management,
allocation of production resources, and so on. A complex product of an OEM typi-
cally comprises many components of which several need to be acquired from suppliers.
The reasons for acquiring parts externally are manifold, e.g., the OEM cannot produce
with the same quality, or an equally low price per piece, the production capacity is not
available, required special know-how is lacking, and so on.
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Investigations about supply-chain collaboration in the EU research project Cross-
Work [30] have revealed a scenario as described in Figure 1. An original equipment
manufacturer (OEM) rests on top of the depicted B2B-pyramid and is responsible for
engineering a product and setting up the machinery and plant construction for produc-
tion. On this first tier, producers assemble systems and modules stemming from suppli-
ers of the second tier. On the third tier, suppliers are located that assemble components
for the systems production of the second tier. Finally, suppliers of raw materials and
standardized parts are located at the bottom of the supply-chain pyramid.
Fig. 1. Supply-chain hierarchy in a B2B-collaboration.
It is typical in such supply chains that the OEM wants to push the responsibility for
accurate service provisioning down the pyramid to first tier suppliers while it tries to
concentrate tight control on the first tier. The suppliers are requested to perform a mir-
roring of the particular parts of the in-house process that the OEM does not want to
perform itself. In such a constellation, the OEM is considered a service consumer and
suppliers are service providers. In an extreme case, the service consumer dictates the
control-flow, data-flow, resources, and so on that must be specified in the services of a
provider. Otherwise a potential service provider is not considered by a consumer if the
first party can not assure the capability of process mirroring. However, in other industry
domains, the opposite extreme is thinkable where a service consumer does not impose
any restrictions on steps that create the desired service provisioning.
For a service consumer, finding a suitable partner is hampered by several factors.
Firstly, experience shows that respective parties model their services using different
methodologies. That way, it is difficult to communicate and decide to which extent
process mirroring is possible. Practitioners lack a common concept with which inter-
organizational business process collaboration is expressible. Additionally, the parties
are reluctant to disclose internal business details for fear of revealing their competi-
tive advantages. That makes it even harder to assess the capability of process mirror-
ing. Hence, given the described difficulties, service consumers and providers are con-
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fronted with a considerable communication effort during the setup and enactment of
B2B-collaboration.
To tackle the mentioned complex issues of B2B supply-chain collaboration, the
eSourcing [11, 34–38, 40] concept was developed during the CrossWork project. eSour-
cing is a framework for harmonizing inter-organizationally business processes of ser-
vice consuming and service providing organizations into a B2B supply-chain collabo-
ration. Important elements of eSourcing are the support of different visibility levels of
corporate process details for the collaborating counterpart and mechanisms for service-
enactment monitoring and information exchange. Total visibility means that all process
details are disclosed and partial visibility results in a disclosure of a process subset.
With low visibility, no process details are disclosed with the exception of interfaces.
For the process details disclosed, eSourcing comprises constructs for monitoring enact-
ment processes. The support for information exchange enables business-data exchange
between collaborating parties without endangering the correct termination of an eSour-
cing configuration.
Based on the elaborate investigation of eSourcing, a conceptual architecture for
the setup and enactment of eSourcing configurations, eSA was specified in [35, 39].
This architecture comprises three refinement levels and is intended to serve developers
as a means to either implement the entire application system or specific components
as commercial off-the-shelve software. However, to be considered by developers as a
reference architecture for the implementation of setup and enactment applications of
eSourcing configurations, it is essential to evaluate the initial architecture from [35,
39]. The evaluation results expose deficiencies of the initial architecture and lead to the
specification of the eSourcing Reference Architecture called eSRA.
The structure of this paper is as follows. First, Section 2 presents eSourcing-related
work about inter-organizational business process collaboration . Furthermore, we present
a discussion about scenario-based evaluation methods for reference architectures and
justify our particular choice for one method that is applied in this paper for the evalua-
tion of the initial eSourcing architecture. Section 3 describes relevant business aspects
for the specification of eSA. The section commences with discussing how a separation
of business-, conceptual-, and technological concerns is achieved, followed by an anal-
ysis of how collaborating business parties interact with each other during the setup of
an electronic B2B-collaboration and an analysis of the construction elements required
for the specification of an eSourcing configuration. Section 4 first presents a lifecycle
of an eSourcing collaboration that is deduced from the business aspects that influence
the specification of eSA. Based on the lifecycle, functional requirements are formulated
and we check the functional completeness of eSA [35, 39]. In Section 5, the design ap-
proach and highest specification level of eSA are shown. Note that [35, 39] comprises
further refining eSA specification levels. Additionally, Section 5 shows to which degree
the eSA specification adheres to the functional requirements of Section 4. Next, Sec-
tion 6 performs an evaluation of the initial eSourcing architecture in two ways. First,
we show what architectural styles and patterns in eSA support specific non-functional
requirements. Secondly, with a scenario-based evaluation method, we analyze short-
comings of the initial eSourcing architecture that need to be addressed with additional
components. Section 7 presents eSRA including the specification updates for reme-
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dying shortcomings found in the scenario-based evaluation of eSA. Finally, Section 8
concludes the paper and discusses future work.
2 Related Work
The following subsections first present work about related research projects and sec-
ondly about scenario-based evaluation methods.
2.1 Inter-Organizational Business Process Collaboration
Several research projects have investigated inter-organizational business process collab-
oration. In the WISE project [3, 25], a software platform is provided for process-based
B2B electronic commerce that focuses on supporting a network of small and medium-
sized enterprizes. While CrossFlow relies on cooperating pairs of autonomous workflow
systems with a peer-to-peer relation, WISE employs a central workflow engine to con-
trol cross-organizational processes that are termed virtual business processes. In WISE,
a virtual business process consists of a number of black-box services that are linked
in a workflow process [3]. A service is offered by an organization that is involved
in a WWW catalog of business processes, which are controlled by local workflow-
management systems. Although the WISE project succeeds in orchestrating workflows
of different collaborating organizations, it does not cater for a flexible degree of mutual
visibility of business-process details as eSourcing does. Hence, eSA is specified in ac-
cordance with the requirement of catering for flexible visibility degrees. Differently to
WISE, eSA includes components for collaborating parties to negotiate how much may
be observed during the enactment phase.
In the CrossFlow project [42], the formation of virtual enterprizes is realized by
dynamic outsourcing. A service matchmaker matches service offerings and service
requests. Based on the resulting electronic contract, a service enactment infrastruc-
ture [16] is established dynamically that employs workflow technology. CrossFlow
has an external level that spans across organizational domains in which the process is
part of a contract specification. The workflow-specification language of the workflow-
management system IBM MQSeries Workflow [1], forms the internal process level.
Differently to eSourcing, the shortcoming of CrossFlow is that the service provider is
not able to insert tasks that are not a lower process-level refinement, but that extend
the business process on the highest level. At the same time it should be ensured with
verification-tool support that a refinement by inserted tasks does not violate the service
provision behavior a consumer demands. eSA comprises components for the verifica-
tion and evaluation of B2B-collaborations. With verification we mean checking certain
aspects of a collaboration such as control-flow, while evaluation refers to testing the
enactment of entire business processes.
In the CrossWork [35] project, the objective has been pursued to develop automated
mechanisms for allowing a dynamic workflow formation and enactment, enabling a col-
laboration and production synergies between different organizations. CrossWork uses
eSourcing [11, 34–38, 40] as an integral concept that focuses on matching on an external
level conceptually formulated service-consuming and service-providing processes.
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2.2 Scenario-Based Software Architecture Evaluation Methods
For the specification and subsequent evaluation of eSA, we use a scenario-based method.
Below, an overview of the available methods is presented together with their differenti-
ating characteristics.
The Software Architecture Analysis Method (SAAM) [8, 19] is the initial scenario-
based evaluation method developed for assessing the quality attributes of a reference
architecture. SAAM supports architects to reason about software-system quality with-
out offering assessment metrics or tool support. The evaluation steps of SAAM start
with the development of scenarios, followed by a description of the architecture. Next,
a classification into direct and indirect scenarios takes place together with a prioriti-
zation. While all events of a direct scenario are fully supported by the architecture,
changes are required to achieve a total support of all events that comprise an indirect
scenario. The latter scenario type is individually investigated to determine the extent
of architecture change. Two or more scenarios interact when their evaluations indicate
changes for the same component of an architecture. To avoid such a situation, the re-
spective component must be modified or divided into sub-components. The final step
of the SAAM method is a weighing of the scenarios relative to their importance for the
architecture’s success. The weighing is instrumental for determining the overall ranking
of multiple architectures.
The Architecture Trade-Off Analysis Method (ATAM) [8, 20] is based on SAAM
and also explores quality attributes. However, differently to SAAM, a greater emphasis
is put on the interdependencies between these quality attributes. For this method it is
recommended to evaluate in several workshop sessions. The initial workshop involves
a presentation of the reference architecture together with its business aspects to a group
of three to six expert evaluators who then elicit, concertize and prioritize the driving
quality attribute requirements. To support this phase, a quality-attribute-utility tree [20]
is created that is specified down to the level of scenarios, annotated with stimuli for
architecture components and their responses, and prioritized. In a followup workshop,
nine to fifteen related evaluators and project-related personnel evaluate the results from
the first workshop. The chosen scenarios are analyzed and specified in detail. During
this step, the architectural risks, sensitivity points, and tradeoff points are identified.
Risks are architectural decisions that have not yet been made. Sensitivity points are
properties of one or more components in the reference architecture that are critical
for achieving a particular quality attribute response. Tradeoff points are properties that
affect more than one attribute and that are sensitivity points for more than one attribute.
Finally, the ATAM results are summarized in a report. Note that it is important in ATAM
to cover the quality attributes where possible with so-called attribute-based architecture
styles [22] (ABAS).
The Architecture-Level Modifiability Analysis (ALMA) [6, 24] is developed for as-
sessing the software-architecture modifiability by employing a set of quality indicators.
ALMA consists of four steps and commences with setting the analysis goal, followed
by a presentation of the architecture. Next, change scenarios are elicited that play a
role in an architecture’s modifiability. After evaluating the change scenarios against the
earlier set goals, an interpretation of the results is presented.
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For completeness, two additional evaluation methods must be mentioned. The Cost-
Benefit Analysis Method (CBAM) [8, 18] includes as a criteria the costs that need to be
considered among the tradeoffs based on the ratio ”benefit divided by cost”. Finally,
the Family-Architecture Assessment Method called (FAAM) [9] is a method for the
architecture assessment of information-system families. FAAM focuses on two related
quality aspects, namely interoperability and extensibility.
For the development and evaluation of eSA, we choose an adjusted version of the
ATAM method as it is more systematic than SAAM and puts more emphasis on the
establishment of a detailed requirement-attribute hierarchy. The ALMA method is not
suitable for this paper because of its strong focus on exploring primarily the modifiabil-
ity of architectures. The CBAM method is not a suitable method because a cost analysis
of eSA is not the focus of the architecture. Finally, FAAM is not applicable in the ini-
tial specification of eSA presented in this paper. Instead, FAAM may be considered
as a suitable method in followup evaluations of the interoperability and extensibility
requirement attributes.
The following section discusses which business-driving factors eSRA has to cover
in its architecture specification. Furthermore, the business aspects are used for formu-
lating functional requirements for the eSA specification.
3 Business Aspects for eSA
For finding the relevant business aspects for eSA, we conducted case studies in the
CrossWork [30] project with industry partners in which the supply-chain setup phase
was investigated. The case studies directed us on a more detailed level to collaboration
frameworks and concepts that must be considered for automating supply chains. In
As a result, this section first explains in Section 3.1 the collaboration framework
of dynamic inter-organizational business process management (DIBPM) followed by
a presentation of a three-level collaboration framework in Section 3.2 that achieves a
separation of concern. Section 3.3 discusses the eSourcing concept that is embedded in
the DIBPM and three-level collaboration framework. Finally, in Section 3.4 the business
aspects for eSourcing for the interactions between collaborating parties during the setup
phase and for eSourcing construction elements.
3.1 Dynamic Inter-Organizational Business Process Management
The framework of DIBPM [13] offers a model for addressing the need of organiza-
tions for dynamically bringing together a service consumer and a service provider over
internet-based infrastructures where the service is a business process. To do so, DIBPM
merges service-oriented business integration (SOBI) and workflow management con-
cepts. The setup of DIBPM-based business collaboration is a client-server relationship
where one party offers a service that is integrated into the process of a consumer.
In DIBPM, a dynamic inter-organizational business process is formed dynamically
by the (automatic) integration of the subprocesses of the involved organizations. In this
context, dynamically means that during process enactment, collaborator organizations
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are found by searching business-process market places and the subprocesses are inte-
grated with the running process. Related issues to DIBPM are the definition and iden-
tification of processes, the way compatible business partners find each other efficiently,
the dynamic establishment of inter-organizational processes, and the setup and coupling
for process enactment.
3.2 Separating Concerns in eSA
In order to manage the complex business, conceptual, and technological collaboration
issues of DIBPM, a three-level framework [14] is a suitable model. The bottom of Fig-
ure 2 shows the internal level that caters towards a heterogeneous system environment.
Often organizations support their business processes by containing them in a hard-
coded way in legacy systems. Examples of such legacy systems are applications for
enterprise-resource planning, databases, accounting systems, applications for human-
resource management, and so on. If the business processes of an organization are known
and modeled, they are directly enactable by process-management applications, e.g.,
by intra-organizational workflow management systems. Companies are reluctant to di-
rectly link their internal-level legacy systems inter-organizationally to safeguard their
information infrastructure and because of the fear they could disclose business internals
that result in a loss of competitive advantages.
Fig. 2. A three-level business process framework.
At the conceptual level, the business processes are designed independent from infras-
tructure and collaboration specifics. Conceptual processes are mapped to their respec-
tive internal level for enactment. If the conceptual-level processes are supported by a
service-oriented architecture, their enactment allows the orchestration of web-service
wrapped legacy systems that are located on the internal level. For the conceptual level
it is important that collaborating parties can use a common denominator for inter-
organizational collaboration harmonization.
The external level stretches across the domains of the process initiator and respon-
der. Parts of the conceptual processes are projected to the external level and compared
by the collaborating parties. That way, the parties investigate the demands of service
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consumption and the ability of service provisioning. Since it can suffice to project a
subset of process details to the external level, an organization can determine which
business internals should remain hidden from the counterpart. The process-based col-
laboration is automated and dynamically forged.
3.3 The eSourcing Concept
The eSourcing-based [11, 34–38, 40] supply-chain collaboration represents a structure-
based approach of business-process matching that focuses on the structure (or behav-
ior) of the process itself. eSourcing resembles the hierarchy depicted in Figure 1 where
OEMs demand from the suppliers a mirroring of out-sourced processes in order to en-
gage in the formation of a supply chain to avoid enactment problems [35–37].
eSourcing is instrumental for establishing inter-organizationally harmonized business-
process collaboration. Harmonization refers to the external-level structural matching of
business processes, i.e., the control-flow properties of the externalized processes are
compared. In the context of DIBPM, eSourcing is defined as a framework for har-
monizing on an external level the intra-organizational business processes of service
consuming and service providing organizations into a B2B supply-chain collaboration.
Important elements of eSourcing are the support of different visibility levels of corpo-
rate process details for the collaborating counterpart and mechanisms for service mon-
itoring and information exchange. In [11, 34–38, 40], concrete eSourcing examples are
contained. For this paper we focus on high-level aspects of the eSourcing concept that
are relevant for the specification of eSA.
3.4 Extracting Business Aspects
The following method is pursued to explore eSourcing business aspects for the interac-
tions between collaborating parties during the setup phase. Additionally, the eSourcing
construction elements are explored. The interaction aspect focuses on the way how a
service consuming and a service providing party interact with each other during the
setup phase of a B2B supply chain with the objective of aligning their respective intra-
organizational business processes on an inter-organizational level. On the other hand,
the construction elements are essential for specifying an eSourcing collaboration.
On a refined lower level, eSourcing contains several business-aspect dimensions
in the form of axes that create a multi-dimensional space. On each axis, respective
dimension values are located that detail the refining eSourcing aspect an axis represents.
By taking a subset of axes, a logical space is created that represents a particular aspect
perspective. The respective logical spaces for the interactions of collaborating parties
during their setup phase and for eSourcing-construction elements are derived from the
higher-level business aspects of DIBPM and the three-level framework. The dimensions
of the logical spaces are instrumental for deducing functional requirements that are
guiding for the specification of eSA.
Below, two different multidimensional spaces are presented that emphasize separate
aspects of eSourcing configurations. First, a two-dimensional space depicted in Figure 3
guides the exploration of the interactions of collaborating parties during the setup phase
in eSourcing. Secondly, the three-dimensional space depicted in Figure 4 focuses on
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features from which construction elements are deducible. These construction elements
are building blocks of eSourcing specifications.
assignment
direction
dynamic
semi-dynamic
static
internal-to-external external-to-internalin-sourcing out-sourcing
Fig. 3. Dimensions and values of interaction patterns.
eSourcing-Interaction Aspects: Figure 3 shows axes that create a two-dimensional
space. On every axis the dimension further refining values are located. One dimen-
sion is called assignment, which focuses on the way a service provider is chosen for an
eSourcing configuration. The values on the assignment dimension state to which degree
the collaborating parties know at the beginning of an interaction that they collaborate
with each other during the enactment time of an inter-organizational business process
configuration. Static assignment means the collaborating parties already know before
setup time they surely collaborate with each other. In the semi-dynamic case, the num-
ber of collaborating parties that engage in a setup phase is limited at the beginning and
therefore known from a pre-specified pool. However, only at the end of the setup phase
it is clear who collaborates. On the other hand, dynamic assignment means the collabo-
rating parties bid in an anonymous market for service provisioning and/or consumption
and only towards the end it is clear who collaborates during enactment.
The other dimension depicted in Figure 3 is named direction and focuses on the
external-level harmonization of inter-organizational business process collaboration. Thus,
this dimension describes the dependencies between the processes on the conceptual-
and the external level of an eSourcing configuration.
The internal-to-external assignment direction means the collaborating parties have
internal processes that are only harmonized externally at the end of their setup inter-
action. Both the service consumer and provider have established business processes in
their domains. The consuming organization considers a part of its in-house process to
not be core business. On an external level, the consumer and provider engage in negoti-
ating a consensus process that accommodates their already existent respective internal
processes.
Likewise, the assignment direction in-sourcing means a service provider has a ser-
vice that is subsequently integrated into the process of a service consumer. Thus, ex-
ternal harmonization is only performed at a later stage. The service provider sets up
a process in its own domain and subsequently exposes a subset of the process details
xpublicly. Compared to the exposed version, the internal process contains additional re-
finement steps that remain opaque. Next, an interested service consumer adopts the
exposed process and integrates it in the in-house process.
Out-sourcing is similar to in-sourcing with respect to harmonization. However, now
the consumer starts the interaction with externalizing a service demand first. A part
of an organization’s in-house process that should be carried out by a third party, is
demarcated into a subprocess. Next, the subprocess is taken over by an organization
that agrees with offering the service. In the domain of the service provider, further
refinement of the service may take place that remains opaque to the service consumer.
The subprocess in the domain of the service consumer and the refined process in the
domain of the provider are linked with each other and the service consumer starts with
enacting of the created inter-organizational configuration.
Finally, the external-to-internal dimension means that external harmonization is the
starting point of interaction and the collaborating parties set up internal processes at a
later stage just before enactment starts. The service consuming and providing organi-
zations start with negotiating process properties on an external level. When they have
reached consensus, both parties take over the publicly agreed-upon process for their
internal domains. In the domain of the service consumer the adopted process becomes
a subnet of a bigger inhouse process, while in the service provider’s domain further
refining process steps are inserted.
For the setup phase of an eSourcing collaboration only one assignment and one
direction value are combinable to describe the nature of interaction between collabo-
rating parties. Thus, following Figure 3, there are 12 possible combinations. In [34–36,
40] further details about the setup phase of eSourcing collaborations are available.
Fig. 4. Dimensions and values of the eSourcing perspective.
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eSourcing-Construction Aspects: The cube depicted in Figure 4 is created by three
axes representing different eSourcing dimensions on which values are positioned. The
created multi-dimensional space is instrumental for deducing eSourcing-construction
elements for protecting internal business details, ensuring data exchange that adheres
to correct control-flow, and for permitting the service consumer a controlled obser-
vation of the service provider’s enactment progress. Correspondingly, the axes of the
multi-dimensional space of Figure 4 represent the aspect dimensions called contrac-
tual visibility, conjoinment, and monitorability [34–36, 40]. Based on experiences from
modeling eSourcing configurations during CrossWork case studies, further refining at-
tributes exist that are depicted in Figure 4 on the axes.
The cube dimensions and values of Figure 4 are described as follows. Contractual
visibility focuses on how much process detail is disclosed to a collaborating counterpart.
The values are regarding the amount of business-process nodes from the domain of a
collaborating party that are projected to an external level and visible to the counterpart.
First, a white-box value means nodes of a process part to be sourced are externalized.
In case of a black-box value, only the interfaces of that process part are projected. Fi-
nally, the gray-box value means the interfaces and a subset of the nodes and arcs of the
externally sourced process part are projected.
Conjoinment focuses on the exchange of business information between the domains
of the collaborating parties. Consequently, the business processes within the domains
contain equal conjoinment constructs. One-directional conjoining implies that there is
one out or in-labelled node present handling the exchange between the domains of a
service consumer and provider. Bi-directional conjoining is initiated by an out-labelled
node to the domain of the collaborating counterpart that returns the communication
exchange immediately to the initiating party.
Monitorability covers the way how nodes in the consumer’s and provider’s domain
processes are linked with each other via constructs of the values termed messaging
and polling. The nodes of the sourced process part that are externalized are connected
to nodes in the corresponding service-provider process. The degree of monitorability of
service provisioning for a service consumer is increased by the amount of nodes that are
linked with monitorability constructs. At a minimum, all interface nodes of both domain
processes need to be linked with each other. Additional nodes may be linked that belong
to the respective business processes of service consumers and service providers. In [35,
40], details about eSourcing construction and interaction features are described.
4 Deduced Requirements for eSA
After discussing business aspects and requirement attributes stemming from the eSour-
cing concept and its broader framework of DIBPM, we specify a lifecycle for eSourcing
configurations in Section 4.1. Based on the lifecycle it is possible to deduce functional
requirements for eSA. Finally, non-functional requirements for eSA are presented in
Section 6.1. Functional requirements cover specific behaviors of a system while non-
functional requirements specify criteria that can be used to judge the operation of a
system, rather than specific behaviors. Other terms for non-functional requirements are
quality attributes and quality of service requirements.
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4.1 Functional Requirements
Before deducting functional requirements, we first infer from the business aspects of
Section 3, the lifecycle of Figure 5 for setting up eSourcing configurations.
Fig. 5. A lifecycle for setting up an eSourcing configuration.
Based on the lifecycle of Figure 5, we deduce for eSRA the functional requirements
listed below.
a.) Support for the conceptual formulation of business processes and their accom-
panying rules.
For the respective conceptual-level processes of collaborating parties, modeling compo-
nents must be available. In order to prevent a constant reinvention of business-process
constructs, it should be possible to store in and retrieve from a database such conceptu-
ally formulated constructs.
b.) Brokering capability of projected business processes.
Both the service consumer and the service provider must be able to place their pro-
jected business processes into a broker environment of a trusted-third-party service.
This functionality is important for collaborations in an anonymous collaboration en-
vironment, where the potential business parties do not know each other or where it is
of interest to engage in a bidding procedure for either service provisioning or service
consumption.
c.) Bidding capability of projected business processes.
The bidding environment must be offered as a trusted-third-party service. Service of-
fers and service requests must be searchable for potential business partners who must
be enabled to place bids. The collaborating counterpart should be able to evaluate the
bids and choose the best deal while rejecting all others. Once the bidding is over, the
registered service consumption or service provisioning is removed.
d.) Negotiation support for setting up an electronic B2B-collaboration with known
collaborating parties.
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When collaborating parties have found each other, they need a platform for starting the
contracting negotiations on the external level of an electronic B2B-collaboration. This
negotiation involves the projection of business processes to the external level until a
matching is achieved that establishes a consensus between the service provisioning and
service consumption. A trusted-third-party service must verify if such a matching of
business processes is achieved. Additionally, the collaborating parties must negotiate to
which extent it is possible for a service consumer to monitor during enactment time the
progress of service provisioning.
e.) Distribution and shielding of business processes and legacy systems on concern-
separating three levels.
This requirement must be realized by grouping components on several levels to serve
distinct purposes. The external-level components support the establishment of inter-
organizationally harmonized business processes. The conceptual level components achieve
an abstraction from technological details of the lower level legacy systems. Addition-
ally, the conceptual level translates the data exchanges between the external and the in-
ternal level. Local enactment components need to remain shielded on the internal level
for reasons of business privacy and security. The legacy systems should only be linked
via the conceptual level with the inter-organizationally harmonized business processes.
f.) Validation of electronic B2B-collaborations.
From a control-flow point of view it is important to verify an electronic B2B-collaboration
for correct termination [35–37]. A verification must ensure that a service provisioning
internally adheres to what is externally promised to a service consumer. Verification
must also cover other perspectives than control-flow, e.g., data-flow, resources, trans-
actional properties, and so forth. Although a verification of different collaboration per-
spectives must be performed, errors may still occur when all perspectives are enacted
together. Hence, an evaluation component for business processes must be available for
a-priori test enactment.
g.) Enactment of a ready electronic B2B-collaboration.
When the setup phase is completed, the enactment of an electronic B2B-collaboration
commences. The actual enactment components must be present on an internal level for
coordination legacy systems. On the other hand, additional enactment components on
the external level need to coordinate the internal components of the respective collabo-
rating parties.
The established electronic B2B-collaboration must be checked in a validation ac-
tivity hat may result in moving back to earlier lifecycle steps to correct specification
errors. In Figure 5, the validation activity is depicted as consisting of lower-level activi-
ties, namely verifying and evaluating. In the first case, services are verified for mistakes
in different perspectives, e.g., for deadlocks in the control-flow perspective, binding
mistakes of data-flow in messages, and so on. In an evaluation of an eSourcing config-
uration, the correctness of all perspectives is checked in test runs. If a validation error
occurs, i.e., either the validation or evaluation of an eSourcing configuration fails, ear-
lier steps of the lifecycle must be re-performed. In Figure 5 such moves back in the
lifecycle are depicted by dashed arcs.
Next, we present the approach taken for the specification of eSA. Below, only the
highest level of the eSA architecture is shown for which [35, 40] contains two additional
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refinement levels. For brevity, we do not show those eSA refinements here. However,
an updated version of the refinement levels are shown in the sequel of this paper for
eSRA specification.
5 Specification of eSA
Software development consists of three main phases, i.e., the analysis, design, and im-
plementation phases [27]. A reference architecture for the domain of electronic in-
teraction between collaborating business parties embodies essential design principles
and specifies the functionalities that must be delivered by such an electronic B2B-
collaboration system. Thus, a reference architecture serves as a starting point for soft-
ware developers who are occupied with designing and implementing an information
system for supporting the automated setup of business collaboration.
Conceptual architectures (also known as logical architectures) facilitate the under-
standing of the interactions between components and the functionalities provided by
the system, and are consequently a good technique for the definition of reference archi-
tectures. The proposed reference architecture of this paper serves as a foundation in the
design and development of B2B-collaboration systems.
Section 5.1 first explains the eSRA design approach, followed by Section 5.3 that
shows what components satisfy particular functional requirement on which eSA collab-
oration level. Note, in [35, 40] the second and third eSA refinement levels are contained.
5.1 Design Approach
The functional requirements stated in Section 4.1 are used for deducing components
and assigning them in the eSA specification that separate concerns as in the three-level
business process framework of Figure 2. eSA is designed in accordance with the prin-
ciple of functional decomposition of a system. This decomposition is also known as
separation operation and based on the part-whole principle [6]. Thus, at each level of
eSA, the identified components provide functionalities that do not overlap with the re-
maining components that are located at the same level. To achieve completeness, eSA
is designed in a top-down way. As a result, eSA’s functionalities and interactions are
addressed in a step-by-step manner from a high level of abstraction on the top and on
lower levels the detail gradually increases.
5.2 First Detail-Level of the eSourcing Reference Architecture
The highest abstraction level of eSA is shown in Figure 6 with two collaborating parties
that contain the same set of components distributed across an external, conceptual, and
internal level [14]. The gray shaded boxes represent components and arcs depict data
exchanges between them.
The eSourcing middleware is replicated on the respective external levels of collab-
orating parties. This component is the main enabler of interoperability and direct infor-
mation exchange exists between the eSourcing middleware of each collaborating party
to synchronize the respective components. Between the collaborating counterparts, a
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component is located termed trusted third party that exchanges business-relevant infor-
mation with the eSourcing middleware. A trusted third party is necessary for several
reasons that result from satisfying the functional requirements b, c, and d (see Sec-
tion 4.1). Firstly, collaborating parties expose service requests or service offerings to
the trusted third party for public evaluation. Secondly, the trusted third party performs
a verification of services and checks quality features of eSourcing configurations be-
fore enactment. If collaborating parties perform verifications and checks of eSourcing
configurations themselves, they would need to reveal competitive secrets to each other,
which is undesirable.
Fig. 6. Highest level of eSRA specification.
The conceptual level of Figure 6 depicts two components, namely the translator and the
eSourcing setup support. The translator component exchanges information and trans-
lates it between the components located on the external and internal level. The eSour-
cing setup support contains tools for modeling business rules and processes. Finally, the
internal level depicts a legacy management component that interfaces with the translator
component of the conceptual level.
Next, we investigate which eSA components satisfy respective functional require-
ments. We reiterate that the objective of this paper is to present the specification eSRA.
However, on the route to this objective, scrutinizing eSA is essential so that eSRA con-
tains updates that address detected eSA-deficiencies.
5.3 Functional Completeness of eSA
The components of eSA are listed in Table 1 where they are separated in accordance
with the supported functional requirement from Section 4.1 and the architectural refine-
ment level in which the components reside. The alphabet in the left column of Table 1
corresponds to the alphabet of the functional requirements in Section 4.1 and it also
corresponds to the paragraph alphabet below.
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Table 1. Coverage of functional requirements by eSA components.
a. With respect to supporting the conceptual formulation of business processes and
their accompanying rules, the highest refinement of eSA comprises the eSourcing
setup support component on the conceptual level. On the second refinement level
of the eSourcing setup support, the pattern knowledge base supplies conceptually
formulated constructs that constitute building blocks for the conceptual formulation
of business processes, which are created with the rules modeler, process modeler,
workflow composer, and the supporting databases.
b. The brokering capability of projected business processes is realized in eSA with
components contained in the trusted third party. On the second refinement level,
the service broker component and its connected process-snippet database allow
collaborating parties to submit service requests and service offers. Contained in
the service broker, the template search engine allows to search the service library
database. Furthermore, the notifier component actively informs a party if she has
been specified in a service request or offer as a preferred collaboration candidate.
c. The bidding capability for projected business processes is realized in the trusted
third party with the auction service component. On the third eSA refinement level,
the bid manager allows the placement and retrieval of bids that are stored in the
bidding library database.
d. The setup support of an electronic B2B-collaboration involves the eSourcing mid-
dleware and the trusted third party. On the second refinement level, the contracting
client component together with the coordination interface forms a platform where
the setup can be negotiated. In [4], details about a contracting client refinement are
contained. From the CE-translator component, the contained CE-projector ensures
that conceptual level processes are projected to the contracting client.
e. For avoiding the direct linking of business processes and legacy systems, eSA pro-
vides components that are located on the external, conceptual, and internal level
(see Figure 2). Hence, on the first refinement level of eSA, the eSourcing middle-
ware and legacy management components cover this functionality requirement. On
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the second refinement level, the components global rules engine, global WFMS
(workflow management system), and the coordination interface of the eSourcing
middleware are needed. From the legacy management, the contained local WFMS
and local rules engine are required. With the coordination interface, the global
rules engine and global WFMS of collaborating parties are coordinated.
f. The verification and evaluation of electronic B2B-collaborations is supported by
components contained in the eSourcing setup support and the trusted third party. In
the first case, internal verifier and evaluator components allow a local verification
and evaluation of conceptual business processes. When these business processes
are linked inter-organizationally, the verifier component of the trusted third party
allows a verification of the overall process without forcing the collaborating parties
into revealing business secrets to each other.
g. For the enactment of a ready collaboration configuration, eSA provides compo-
nents from the eSourcing setup support, legacy management, eSourcing middle-
ware, and translator. Hence, from the eSourcing setup support, the components
termed global rules engine, global WFMS, and the coordination interface are re-
quired for enactment support. Furthermore, the CE-translator, CI-translator, and
both data exchangers of the translator ensure a functioning link between the ex-
ternal and internal level during enactment. From the legacy management, the lo-
cal WFMS and the local rules engine components orchestrate the service-wrapped
legacy systems.
In summary, the evaluation shows that eSA covers all functional requirements that Sec-
tion 4.1 states. Table 1 depicts which components of eSA cover functional requirements.
Next, we discuss non-functional requirements that eSA must adhere to.
6 Evaluation of Non-Functional eSA-Requirements
The structure of this section is as follows. Firstly, non-functional requirements for eSA
are presented in Section 6.1. In Section 6.2 we discuss an ATAM-based evaluation of
eSA that investigates how architectural styles and patterns [6] in eSA ensure that the
adherence to non-functional requirements. Architectural styles comprise a description
of component types and their topology, a description of the pattern of data and con-
trol interaction among the components, and an informal description of the benefits and
drawbacks of using a particular style. Next, Section 6.3 discusses the results of eSA-
evaluation workshops with experts and industry that show shortcomings of the initial
eSourcing architecture that are used for an updated of the initial specification.
The eSA evaluation took place in workshops with experts from the domains of soft-
ware engineering and service-oriented computing for finding risk, sensitivity and trade-
off points, and non risks. Additionally, in the workshops the most relevant detected
scenarios for the use of eSA-compliant systems were further investigated with the ob-
jective of finding deficiencies result in the specification of eSRA in the sequel of this
paper. All evaluation results were generated in four expert-workshop sessions to pro-
duce all results while the ATAM documentation proposes to use only two workshops.
Note that in [35, 39] the initial eSA-specification can be found.
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6.1 Non-Functional Requirements
For eSA, the division of non-functional requirements from [5] is used that distinguishes
between requirements that are observable via execution and those that are not. In the
first case the requirements are performance, security, availability, functionality, and us-
ability. In the latter case, the requirements are modifiability, portability, reusability, in-
tegrability, testability. Finally, we consider requirements on the architecture, namely
completeness, feasibility, scalability, and applicability. First, we specify eSA system re-
quirements that are not discernable at runtime because their investigation requires eSA
to not be used for setting up electronic B2B-collaboration.
Modifiability: It can be expected that a newly developed electronic B2B-collaboration
system needs to undergo continuous change and adaptations during its lifecycle. More-
over, an eSA compliant system harmonizes inter-organizationally a heterogeneous sys-
tem environment comprising of commercial software that needs to undergo regular
updates. Additionally, an electronic B2B-collaboration system must be adaptable to
changes in the business environment.
Portability: A system has the ability to run under different computing environ-
ments as eSourcing is enabled by a heterogeneous system infrastructure, i.e., hardware,
software, or a combination of both. Hence, platform-specific considerations are encap-
sulated in an architecture level that enables portability by giving application software
an abstract interface to its environment. In the case of an electronic B2B-collaboration
system, portability must also take into account conceptual differences between collabo-
rating parties, as business processes can be represented in different modeling notations.
Integrability: An electronic B2B-collaboration system consists of software mod-
ules that are largely developed separately and integrated at a later stage to manage the
high degree of inherent complexity. Hence, integrability between the components of an
eSA compliant system must be ensured in the reference architecture.
Next, the system requirements are specified for eSA that are discernable during runtime
because their effectiveness is investigatable during an eSA facilitated setup of electronic
B2B-collaboration.
Interoperability: An eSA compliant system has to be able to interoperate with
information systems supporting other business functions (e.g., planning, logistics, pro-
duction, external partner systems). Particularly in electronic B2B-collaboration, the het-
erogeneous system environment of collaborating parties can not be connected directly
for reasons of business security and safety.
Performance: The computational and communicational load in electronic B2B-
collaboration for the setup, enactment, and post-enactment phases is considerable. Hence,
it is important to ensure that all phases of a collaboration are carried out within a desir-
able response time.
Security: Refers to the ability of resisting unauthorized attempts at usage and de-
nial of service while still providing its service to legitimate users. In electronic B2B-
collaboration, sensitive data is exchanged between opposing business partners. Hence,
for eSA a high level of security and also trust is relevant. To address security and trust
problems, several architectural strategies are possible. An authentication server may be
placed between collaborating parties. Monitors may be used for inspecting and logging
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network events. The communication of a system may be placed behind a firewall, and
so on.
High Automation: Enterprises require electronic B2B-collaboration systems that
provide a high level of automation during the setup, enactment and post-enactment
phases. Hence, eSA must be a reference architecture that provides for possibilities of a
high degree of collaboration automation.
Flexibility: Electronic B2B-collaboration is a highly dynamic process that involves
the execution of diverse activities, the participation of diverse partners, and the ex-
change of diverse data [34, 35, 38, 40]. Hence, eSA must be guiding for the development
of systems that allow diverse collaboration scenarios and permit the inter-organizational
harmonization of heterogeneous concepts and technologies.
Usability: Refers to eSA being as reference architecture that is easy to use for de-
veloping software applications. Additionally this requirement is broken up into the fol-
lowing three areas [6] that are relevant for eSA. Error avoidance means that mecha-
nisms are in place to prevent and anticipate common errors that occur during an elec-
tronic B2B-collaboration. Closely related is the issue of error handling, which is sat-
isfied when a system helps a user to recover from errors. Learnability refers to how
quickly users can learn using the system. For an electronic B2B-collaboration sys-
tem, inter- and intra-organizational knowledge workers must conceptualize business
processes and project them externally to business counterparts until a collaboration
consensus is achieved. During enactment, employees slip into roles that are defined
in a collaboration configuration and they need to carry out assigned tasks. During the
setup, enactment, and post-enactment phases, experienced administrators must be avail-
able to intervene in cases of exception-handling escalations. Finally, an eSA compliant
system must foster communications between all stakeholders of an electronic B2B-
collaboration system.
Additionally, we consider requirements on architecture. Completeness is the qual-
ity of eSA comprising the components required for setting up and enacting an electronic
B2B-collaboration system satisfactorily. The requirement of feasibility means that it
should be possible to set up an electronic B2B-collaboration with eSA-compliant com-
ponents. Scalability refers to the ability of eSA to combine more than two collaborating
parties into one electronic B2B-collaboration. Applicability states that eSA is instru-
mental for guiding the development of inter-organizational collaboration applications
that supports an indirect connection of internal legacy systems.
Next, the results of an ATAM-based [20] reference-architecture evaluation of eSA
are presented for the requirements stated above.
6.2 Evaluation of Non-Functional Requirements
We first present which architectural styles and patterns in eSA support the non-functional
requirements of Section 6.1. For the requirements in eSA that can not be adhered to
with patterns and styles, we show how they are realized otherwise. Finally, we inves-
tigate how other reference architectures influence the eSA-specification. Note that not
all non-functional requirements of Section 6.1 can be covered with styles and patterns.
Hence, at the end of this section we show how the remaining non-functional require-
ments are covered.
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Patterns and Styles in eSA: Architectural styles [7, 48] describe component types
and their topology, the pattern of data and control interaction among the components,
and informally describe their benefits and drawbacks. Architectural styles differenti-
ate classes of designs by offering experiential evidence of how each class has been
used, along with qualitative reasoning to explain why each class has certain properties.
We define an architectural pattern [41] as a conceptually formulated knowledge that is
technology independent. A pattern for software architecture [7] describes a particular
recurring design problem that arises in specific design contexts, and presents a well-
proven generic scheme for its solution. Just as with architectural styles, in eSA patterns
are used for adhering to non-functional requirements.
In Table 2, an overview of the non-functional requirements is depicted. The top row
lists the architectural styles and patterns that are present in eSA. In Table 2, a plus sign
means a particular style or pattern supports a non-functional requirement. A minus sign
means that a style or pattern does not support a requirement. Both signs are assigned
based on the specifications about architectural pattern and styles literature [7, 41, 48]
that indicate what non-functional requirements they cover.
Table 2. Coverage of non-functional requirements by styles and patterns.
In eSA a layering style [5, 7] is used for the domains of a service consumer and service
provider because it helps to structure the components of eSA into groups at a particu-
lar level of abstraction. For eSA, these abstraction levels are the external collaboration
level, the conceptual level, and the internal level where legacy systems are managed and
orchestrated. In eSA, strict layering is used as within a collaborating party, each level
only communicates with each adjacent level. By using a layering style, eSA supports
the requirements of modifiability, portability, and integrability. Most importantly the
interoperability is supported as the layer style prevents collaborating parties from hav-
ing to link their legacy systems directly. As a tradeoff, a layering style results in extra
communication overhead between the levels, which does not support performance.
The trusted third party of eSA uses a publish/subscribe style [22] in which the data
producers are called publishers and the consumers are subscribers. When a publisher
submits new data, all subscribers are notified and automatically receive the data. In the
trusted-third-party component the notifier forms the central component of a star topol-
ogy where the publishers and subscribers are the leaves. The advantage of this style in
a multi-party collaboration environment with large numbers of potential service con-
sumers and service providers is enhanced system performance as the communication
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overhead is reduced and additionally, the flexibility and integrability of eSA-adhering
applications is supported.
With respect to the remaining way of data management in eSA, an abstract-data-
repository style [22] is employed. This style is characterized by keeping the producers
and consumers of shared data from having knowledge of each others existence and the
details of their implementations. In the case of eSA, the abstract data repository style
is also realized by using a layering style and by interposing an intermediary protocol
between the producer and consumers of shared data items. Note, that the external level
of eSA is replicated in all domains of collaborating parties and only accessible through
the coordination interface component. Furthermore, the abstract data repository style
requires an abstract interface to the data repository that further reduces the coupling
between the data producers and consumers. With this architecture style, eSA supports
the requirements flexibility, modifiability, integrability, and portability.
A whole-part pattern [7] is used to aggregate the parts of a business collaboration.
In eSA, dedicated components exist on the external level and the internal level in the
form of the global and local WFMS and rules engine. Additionally, the conceptual level
differentiates modeling support for business processes and business rules. Within the
global and local WFMS, aggregating components are contained, termed the enactment
monitor, conjoinment manager, and enactment manager. By using the whole-part pat-
tern, eSA supports modifiability, flexibility and integrability through modularization
while performance is not supported.
The broker pattern [7] is represented in eSA as a trusted-third-party component be-
tween the domains of collaborating parties. A broker is a separate component that inter-
acts with the remainder of the architecture. Its purpose is the redirection and bundling of
communicating with many collaborating parties. Hence, since the broker pattern stops
parties from having to find, contact and investigate every potential collaborating party
separately, performance is positively affected. Instead, the broker pattern centrally of-
fers information about collaborating parties that can conveniently be searched. The best
candidate for service consumption or service provision may then be contacted for fur-
ther collaboration negotiations. In eSA, collaborating parties may use the trusted third
party for submitting service requests and service offers that can be centrally searched
and for which bids may be placed. Using the broker pattern in eSA enhances scalability
as it simplifies the task for service providers and service consumers to collaborate with
each other. Most importantly, the security requirement is supported by placing a de-
coupled component between business domains with which they must register and that
is used for enhancing the trust between collaborating parties.
The already mentioned coordination-interface component on the external level of
eSA realizes the facade pattern [12]. That way a unified interface is offered to a collabo-
rating counterpart for accessing a set of interfaces of a subsystem, namely the replicated
components of the external level. Hence, this way the interoperability between busi-
ness parties is supported and the security in a collaboration is enhanced as the legacy
systems are shielded behind the facade of the coordination interface.
On the conceptual level of eSA a pipes-and-filters pattern [7] is used for establishing
communication channels between the external and the internal level via the conceptual
level. This pattern provides a structure for processing streams of data while each pro-
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cessing step is encapsulated in filter components. Hence, data is passed through pipes
between adjacent filters from the external level to the internal level and vice versa. With
the pipes-and filters pattern, eSA supports flexibility, modifiability, integrability, and
portability. However, pipes and filters for data passing have a negative effect on the
collaboration performance.
Alternative Evaluation of Remaining Non-Functional Requirements: The eSour-
cing architecture comprises many components for covering the full range of setup and
enactment activities of an electronic B2B-collaboration as are described in Section 4.
Hence, a high automation of functional requirements for eSA adhering systems is en-
sured, with the exception of the post-enactment phase, which still requires deeper scien-
tific exploration. As eSA components are designed based on collaboration scenarios for
the setup of electronic B2B-collaborations [34, 35, 38], the completeness requirement
is adhered to. This claim is supported by Section 5.3 where the functional-requirement
coverage is presented. The eSourcing architecture is scalable because in [35] it is shown
that the underlying concept of eSourcing allows for a collaboration of one service con-
sumer with many service providers. Hence, eSA adhering application systems enable
many parties to engage in a B2B-collaboration.
In the CrossWork project, an architecture for a modular system infrastructure was
developed [31] for the automated setup of electronic B2B collaboration. That archi-
tecture in CrossWork represents a subset of eSA and has been implemented with a
modular infrastructure as a proof-of-concept prototype for the CrossWork exploitation
phase. Hence, the CrossWork prototype shows the feasibility of eSA. Unfortunately,
currently no commercial applications exist that demonstrate the applicability of eSA.
However, the usability requirement is supported in eSA with the provision of verifi-
cation components in the trusted third party of which implementations exist [26, 28,
29, 46, 47, 49, 50]. Additionally, usability is addressed by the setup-support component
on the conceptual level that comprises a validator from test-running internally modeled
processes. In [32, 33] describes an implementation of the validator component.
Unfortunately, with the lack of available commercial applications we can not offer
empirical results about the learnability of an eSourcing architecture adhering appli-
cation. It is predictable that business users, logistics managers, industrial managers,
and so on, will be able to use the components available for finding service offers and
service requests for electronic B2B-collaboration. With training, business users are ex-
pected to employ conceptual-level modelling components for business processes and
rules successfully. However, for applying the verification and validation applications
for checking eSourcing configurations the involvement of specialist inter- and intra-
organizational knowledge workers. Next follows an explanation about the architectural
styles and patterns that cover the remaining non-functional requirements.
We explain how eSA borrows features from other reference architectures. First,
the Workflow Reference Model [51] and the Reference Architecture for Workflow
Management Systems [15] is contained in eSA for the global and local workflow man-
agement systems. The E-Contracting Reference Architecture [4] is contained as the
contracting client in the eSourcing middleware needs to be realized for eSA-compliant
application systems.
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6.3 Results of the ATAM Workshops
With an ATAM-based evaluation of eSA, the objective is pursued to check if the re-
quirements stipulated in Section 4 are satisfied. Additionally, eSA is checked for sensi-
tivity and tradeoff points, risks and non-risks. That way the strengths and weaknesses
of eSA, potential pitfalls and bottlenecks are detected that need to be considered for the
development of eSA-complying application systems.
The ATAM evaluation was conducted in several workshop sessions with five experts
with a research focus on software engineering and electronic business collaboration.
The ATAM evaluation of eSA was conducted with the objective to find risks, sensitivity
and tradeoff points, and non-risks that result in an updated specification that constitutes
eSRA (see Section 7). First, the experts collaboratively discussed eSA in the work-
shops and posed questions to explore if all requirements are fulfilled. Appendix A.1
lists these questions and assigns them to the requirements. These initial discussions
of non-functional requirements resulted in a subset where the participants agreed fur-
ther investigation was required. Hence, the list of attribute-characterizing questions of
Table 3 does not comprise portability, interoperability, completeness, feasibility, appli-
cability, as the workshop participants determined these requirements are well realized
in eSA.
Secondly, the set of questions resulted in a so-called utility-tree (see Appendix A.2)
comprising a refinement of the non-functional requirements with sub-factors in the con-
text of eSA. In this step, the number of investigated requirements is further reduced in
the utility tree of Table 4 where integrability, high automation, usability, and scalability
are not contained. Finally, for each sub-factor of the remaining non-functional qualities,
eSA-specific scenarios (see Appendix A.3) was found and the most relevant scenarios
were detected for further exploration.
Out of the four chosen highest ranked scenarios in the utility tree, three are related
to the usability and one to the security requirement of eSA-complying application sys-
tems. The amount of chosen scenarios for usability can on the one hand be explained
by its importance for the adoption of eSA-compliant systems by users, and on the other
hand by the need of users to handle the complex situation of setting up and enacting
electronic B2B-collaborations with the support of tools that have well designed user in-
terfaces. Concretely, Table 4 in Appendix A.2 shows that usability scenarios are related
to the sub-factors error avoidance, error handling, and verification. Their importance
is justified by the fact that electronic business collaborations that are not checked dur-
ing the setup and enactment phase and where occurring mistakes can not be handled
quickly, will result in loss of time and money, unsatisfied customers, penalty payments,
and so on.
The fourth highly ranked scenario focuses on security and addresses specifically
the sub-factor of security termed trust management. In electronic business collabora-
tion this sub-factor is important because it is problematic to know in such anonymous
markets how trustworthy a potential collaboration party is. Hence, it is important to have
mechanisms and tools available that on the one hand permit an evaluation of potential
business partners before engaging in a collaboration, and on the other hand to keep track
of the performance of individual business partners during setup and enactment time.
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Note that the evaluation results of eSA are applicable for the final specification of
eSRA that is presented in Section 7. Hence, in summary for eSRA, the detected risks,
sensitivity and tradeoff points that result from the eSA evaluation, for usability focus
on supporting the user during the setup and enactment phase of an electronic business
collaboration. Simultaneously it must be ensured that business internalare not disclosed
to the counterpart. The same visibility problem exists for tools that verify different
perspectives of a business collaboration.
For trust management, the risks and sensitivity points reveal a lack in the initial
eSA-specification [35, 39] of components for collecting trust related information about
collaboration parties that also include information about reputation and conflict resolu-
tion . In Figure 7 of the eSRA specification, these additional components are depicted in
the contracting client and the trusted-third-party component. The components represent
a minimum in eSRA for covering trust management [17, 43–45] for which many more
mechanisms exist. However, for a complete trust-management coverage it is essential
to also consider the way how collaborating parties agree on forming a temporary rela-
tionship in which the behavior rules and constraints are set. Such a relationship between
collaboration parties has a lifecycle with the stages of an initiation, a set of stages that
is characterized by events such as a party being eliminated or leaving and to be replaced
by alternative parties, changes of behavior rules and constraints, and so on. Eventually,
the temporary business relationship reaches the end of its lifecycle when there is no
further need to carry out new eSourcing transactions. For this type of lifecycle the so-
called eCommunities [23] concept may be utilized together with its proof-of-concept
prototype called Pilarcos. Hence,in future research we are planning to investigate how
eSRA can be integrated with Pilarcos so that trust management in electronic business
collaboration may further strengthened compared to the current provisions.
With respect to tradeoff points, the ATAM-evaluation could conclude that primar-
ily the relationship between the performance, usability, and modifiability requirements
need to be taken into consideration during the development of eSRA-complying sys-
tems. Performance is important because users need an acceptable response time in an
electronic business collaboration. However, performance is negatively affected by elab-
orate tools that ensure the usability of an eSRA-compliant system. Also modifiability
ensured by patterns like a layer architecture, whole-part decomposition, pipes and fil-
ters, or abstract data repositories results in an overhead that is detrimental for perfor-
mance. In Table 8, all details related to scenarios risks, sensitivity and tradeoff points
are contained.
In summary, the evaluation of the initial eSA-specification [35, 39] shows that the
highest level (see Figure 6) is sound. However, some changes are required for the second
refinement level (see Section 7). Concretely, we extended the initial eSRA-specification
with additional components for reputation and identity management (see Figure 7) and
with coordinator components between the global rules engine and the global WFMS
(see Figure 7) and the local rules engine and local WFMS (see Figure 10). The third
refinement level of the initial eSRA-specification remains unaffected by results of the
evaluation.
For implementing eSRA-compliant application systems, the risks, sensitivity and
tradeoff points resulting from the eSA evaluation, reveal that emphasis must be put on
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the development of graphical user interfaces (GUI) that facilitate the adoption process
by collaborating companies. The GUIs must ensure that no business internals are re-
vealed to the collaborating counterparts. Furthermore, verification and evaluation tools
must ensure the correctness of an eSourcing configuration before the enactment phase.
Since such verification and evaluation tools are computationally expensive, the per-
formance of eSRA-compliant systems may be affected. In the following section the
updated eSRA specification is presented that reflects the eSA-evaluation results.
Next, we present an updated specification of eSA that incorporates updates for
shortcomings that the ATAM evaluation revealed.
7 Specification of eSRA
As pointed out in the introduction of this paper, the objective is to put forward the ref-
erence architecture eSRA. In the sequel, the first and second refinement levels of eSRA
are presented. We omit repeating covering the first architecture level of Section 5.2 as
the ATAM evaluation resulted in no need for modifications.
7.1 Second Detail-Level of the eSourcing Reference Architecture
Each component of the reference architecture depicted in Figure 6 is further refined.
The first refinement in Figure 7 covers all components that are located on the external
level, namely the eSourcing middleware, and the trusted third party, which is visualized
by light gray shading. We refine dark gray shaded components in the sequel of this
paper. In all figures of this subsection, the refined components of focus are depicted
with their exchanges to bordering components.
Fig. 7. External-level collaboration.
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In Figure 7, the eSourcing middleware of one collaborating party is depicted. The
eSourcing counterpart contains the same second-level components. Figure 7 shows the
components of the trusted-third-party data exchanges with neighboring components be-
longing to the eSourcing middleware.
In the trusted-third-party component, most interaction with the eSourcing middle-
ware takes place through the identity-management component that uses the reputation-
management component to ensure no untrustworthy services are exchanged. We refer
to [4] for more details about trust management in the eSRA-contained E-contracting
Reference Architecture.
The eSourcing middleware contains several refining components. The contracting-
client component provides support for the management of an e-contracting process.
Concretely, the contracting client semi-automatically assembles services by using pro-
cess snippets that are stored in a corresponding database of the trusted third party. That
way the process snippets are available between collaborating organizations.
Fig. 8. Translating between external and internal level.
Depending on whether a collaborating party slips into the role of a service consumer
or service provider, the contracting client submits or retrieves either service offers or a
service requests respectively from a service broker. If a submitted service contains the
definition of a concerned party, a submission notification is sent out from the service
broker. If several parties are interested in the same service, bids need to be placed with
the auction service.
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The latter component relates the bid data with services stored in the service broker.
When an eSourcing configuration is established, the collaborating parties send their in-
house processes and provider process to a verifier component for testing the correct
termination, i.e., the soundness (see [2, 21] for details) of the overall eSourcing con-
figuration. The verification results are returned to the collaborating parties. By having
a trusted third party perform the verification, the collaborating parties do not have to
disclose their internal business details to each other.
When an eSourcing configuration is established, the contracting client distributes
the business rules and the processes contained in the contract to the global rules engine
and the workflow management system (WFMS) respectively. In order to synchronize
the global WFMS and global rules engines in the eSourcing-middleware components of
other collaborating parties, events-, production-, and rules data are communicated via
a coordinator component, e.g., the specification of a product. The global WFMS and
rules engine also exchange production-, and event data with each other.
The contracting client sends process snippets and composed processes and contrac-
tual rules to the translator. The latter component translates the process snippets and
composed processes and contractual rules for the heterogeneous system environment
that exists on lower internal levels of a collaborating party. The global WFMS and rules
engine send data to the translator component that is depicted as light gray shaded in
Figure 8. The translator contains two main translator components for translating data
between the external, conceptual and internal level.
The CE-translator component of Figure 8 translates data from the internal and con-
ceptual to the external level and vice versa. The component is connected with the rules
and process modelers of the eSourcing-setup-support component. The relationships be-
tween the CE-translator and components contained in the eSourcing middleware are
explained above.
Two components exchange data between the CE-translator and CI-translator, namely
the workflow/events data exchanger and the rules/events data exchanger. The exchanged
data must be equipped with information about where data needs to be routed to. For ex-
ample, several instances of WFMS and rules engines on the external and internal level
may enact several instances of different eSourcing configurations. On the internal level,
several web services wrap legacy systems to which exchanged data is routed.
The CI-translator component translates data between components of the conceptual
and internal levels. From the data-exchanger components, events-, rules-, and produc-
tion data are translated bi-directionally to the local WFMS and rules engine on the
internal level. Furthermore, the CI-translator receives contractual rules from the rules
modeler and business processes from the process modeler. These rules and processes
are translated to the local WFMS and rules engine on the internal level.
The eSourcing-setup-support component of Figure 9 is located on the conceptual level
of eSRA (see Figure 6). The component has two core functions, namely modeling busi-
ness rules and processes, and composing workflows that are on the one hand evaluated
and on the other hand verified for correct termination. Thus, the rules modeler and
the process modeler are responsible for the first function for which they are supported
by a pattern knowledge base. In [34, 41], the pattern knowledge base is presented in
further detail. The second function is related to the workflow-composition component.
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Fig. 9. Setup functionality.
For composition [10], process snippets or local processes are taken from a dedicated
database, which are supplied by the process modeler.
A composed workflow is either a process of a service consumer or a service provider
and checked internally in two ways. The internal checks always need to take place in-
dependent of what business-process content is projected to the external level. Provided
the trustworthiness of the collaborating parties is ensured, then external checks by the
trusted third party are only necessary when merely the service interfaces are projected
without additional process content, i.e., when black-box projection is performed. Oth-
erwise external checks are not necessary when the service provider performs a total
business-process projection to the external level. In [35] more details are contained
about such compositionality of services. However, note that external checks by the
trusted third party are always required if the trustworthiness of projected business-
process contents to the external level can not be assured.
With respect to checks of control flow, first correct termination is verified, e.g., by
the tool Woflan [49] for which the process needs to be mapped to a place/transition net.
Woflan checks for structural conflicts, i.e., deadlocks or lack of synchronization. Thus,
if the process is verified to terminate correctly, it conforms to the notion of sound-
ness [2]. Secondly, the processes of the service consumer or service provider needs to
be verified for other conflicts, e.g., data-flow or resources such as humans or machines.
It is desirable to have verification tools for several workflow related perspectives,
e.g., data-flow and resources. Additionally, it is essential to validate the in-house process
of a service consumer and provider processes of an eSourcing configuration. Among
other aspects, such a validation is meaningful for testing how the different perspectives
fit together for workflow enactment, e.g., the correct functioning of the web services
that are orchestrated by the processes.
Figure 10 visualizes a second-level refinement of the legacy management component.
In it, a local WFMS and rules engine constitute the core components. These compo-
nents exchange data between each other and are instrumental for coordinating legacy
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Fig. 10. Connecting to internal legacy systems.
systems. The business rules and processes that are enacted by the WFMS and rules en-
gine are translated down to the internal level by the CI-translator. For enactment, the
local WFMS and rules engine use a production database. Furthermore, to coordinate
the enactment on an internal level and external level, the local WFMS and rules engine
communicate events, rules, and production data bi-directionally.
7.2 Third Detail-Level of eSourcing Reference Architecture
In this subsection, the dark-gray shaded eSRA components of Section 7.1 are further
refined according to the principles of functional decomposition. The refinement of the
CE-translator in Figure 11 depicts a CE projector component that is performing pro-
jections between the conceptual and external levels. To perform that function, the CE
projector uses a rules database.
Figure 11 shows several bidirectional arcs to the CE-projector. The rules- and process-
modeler components exchange contractual rules and process snippets and composed
processes via the CE projector with the contracting client on the external level. The
global rules engine receives contractual rules from the CE projector through which
rules and events data is exchanged via the rules- and events data exchanger down to the
local rules engine on the internal level. Figure 11 depicts a detailed exchange between
the CE projector and components of the global WFMS. The enactment engine receives
contractual spheres from the service consumer or provider respectively. During enact-
ment, data is exchanged between the enactment monitor and the conjoinment monitor,
which is explained below and depicted in Figure 12. The latter two components ex-
change events and production data via the CE projector and the workflow/events data
exchanger down to the local enactment monitor and conjoinment monitor that are lo-
cated on the internal level of the reference architecture.
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Fig. 11. The CE-translator in detail.
In Figure 12, the global WFMS component of the eSourcing middleware is depicted
as a refinement. It shows an enactment engine for the collaborating party’s business
processes that are delivered from the CE-translator. Event and production data is created
during enactment and also needed for enactment and therefore stored and retrieved from
dedicated databases.
In order to support the concept of eSourcing, Figure 12 shows an enactment-monitor
component and conjoinment-monitor component. Concretely, the enactment monitor is
responsible for allowing the service consumer to monitor the enactment progress of
service provision. In Section 3.4, the business aspects are specified that the enactment-
monitor component supports. Likewise, the conjoinment-manager component supports
the conjoinment options specified in Section 3.4. Both the enactment monitor and the
conjoinment manager exchange production and event data with components in the do-
main of the collaborating party via the coordination interface. Furthermore, production
and event data is communicated to the internal level via the CE-translator to coordinate
local components.
The refinement of the CI-translator in Figure 13 depicts a similar setup as for the
CE-translator. However, the information exchange to neighboring components differs.
The CI-translator contains a CI-projector component that projects information between
the conceptual and internal level. To do so, a projection-rules database is exchanging
rules with the CI projector. The CI projector receives contractual rules from the rules
modeler, and business processes from the process modeler. The contractual rules are de-
livered to the local rules engine of the internal level. Furthermore, the business-process
specifications are also delivered to the internal level where a process database stores
them until the local WFMS loads the processes for enactment. To coordinate the local
WFMS and rules engine with corresponding components on the external level, the CI-
projector transfers production, rules, and events data between the internal and external
levels of the reference architecture.
The internal level refinement of Figure 14 shows a setup that is comparable to
the global WFMS of Figure 12. The local WFMS contains an enactment engine that
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Fig. 12. The global WFMS in detail.
Fig. 13. The CI-translator in detail.
xxxii
receives business processes from the process database. Production data that is pro-
duced and consumed during process enactment is exchanged with the production-data
database. Event data is exchanged with the local rules engine that carries out contractual
rules. Furthermore, the enactment engine exchanges data with ports for the coordina-
tion of legacy systems. To coordinate the local enactment progress with the external
level, production data and event data are exchanged with the conjoinment manager and
the enactment monitor respectively. The latter two components exchange events- and
production data via the CI-translator with the equally named components located on the
external level.
Fig. 14. The local WFMS in detail.
The service-broker refinement within the trusted third party of Figure 15 reveals a
service-library database that stores business processes of collaborating parties via the
template search engine. The latter component exchanges business-process specifica-
tions with the contracting client of the eSourcing middleware that is located on the
external level of the collaborating parties. Furthermore, the template search engine ex-
changes data with the bid-manager component of the auction service. The notifier com-
ponent checks business-process specifications that are stored in the service library for
data about a collaborating party that needs to be informed. If such facts are defined, the
notifier informs the specified contracting client of the respective parties about the sub-
mission of a projected consumer sphere or provider process. Consequently, informed
parties check the stored business-process specifications and either engage in a bidding
procedure or commit to the externalized business process by directly responding with
committing a separate process to the trusted third party.
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Fig. 15. The service broker in detail.
The refined auction service of the trusted third party is depicted in Figure 16. In the
auction service component, the contained bidding library stores bids that are committed
and retrieved by a bid manager. This component is communicating with the contracting-
client component that places and retrieves bids from the bidding library. As described
earlier, the bid manager is exchanging bid- and service data with the template-search-
engine component of the service broker.
Fig. 16. The auction service in detail.
Finally, the last component of the trusted third party is the verifier. In [35], a verifier
architecture is presented that is suitable for the trusted third party. In this architecture,
the business processes of the collaborating parties are flattened to a P/T-net and conse-
quently verified for correct termination and inheritance relations.
In Figure 17, a process-communicator component receives a request from the con-
tracting client belonging to the domain of a collaborating party to perform a verifi-
cation of a created eSourcing configuration. The process communicator requests the
conceptual-level processes of all collaborating parties and the contractual spheres from
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Fig. 17. The verifier component in detail.
the eSourcing middleware. Next, the collected in-house process, the provider spheres,
and the contractual spheres are delivered to a translator that converts the processes into
a format the eSCtoIOWF-mapper component and Woflan can process. The first compo-
nent delivers the resulting IOWF-net to a flattener component that creates a net, which
Woflan verifies for soundness and projection inheritance. For the latter verification type
the in-house process is compared with the flattened P/T-net. In [35] further details about
P/T-net details are contained.
8 Conclusion and Future Work
In this paper we evaluate an earlier specified eSourcing architecture eSA for systems
that support the setup and enactment of electronic B2B-collaborations. The evaluation
commences with business drivers for eSourcing from which we deduce functional and
non-functional requirements. We use the ATAM-method for evaluating to which extent
the initial architecture specification adheres to the requirements for electronic B2B-
collaboration systems. The results of the evaluation enter an updated specification that
describes the eSourcing Reference Architecture eSRA.
eSRA is guiding for software developers who design and implement information
systems for supporting the automated setup and enactment of electronic B2B-collaboration.
The risks and sensitivity points that were discovered during the ATAM-evaluation of
eSRA, point out the relevance of verification tools for the setup and enactment of elec-
tronic B2B-collaboration and for the introduction of trust-management components.
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At the same time the collaborating parties must be able to protect their business se-
crets and the overall performance of an eSRA compliant system must not limit B2B-
collaboration. Besides the need for computationally expensive verification tools, the
layer architecture, pipes and filters, and whole-part decompositions in eSRA create per-
formance bottlenecks. The discovered risk and sensitivity points result in additional
components in eSRA located in the contracting-client and trusted-third-party to cover
trust management. Finally, the tradeoff points for eSRA show that good usability and
modifiability have a negative influence on performance.
In detail, the results from the ATAM evaluation show several important issues for
implementing eSRA-compliant applications. Firstly, a need for finding verification tools
for the setup and enactment phases of an electronic B2B-collaboration is a scientific
challenge. Such verification tools must be developed for several collaboration perspec-
tives, e.g., control flow, data flow, resource management, transaction management, and
so on. The difficulty is that these tools must have strong graphical user support that
allows an instantaneous detection of errors while at the same time no business secrets
should be revealed to the collaborating counterpart.
Secondly, the adoption of an eSRA-compliant application system for B2B-collaboration
also triggers a change in corporate culture that an eSRA application requires. An orga-
nization must first introduce an awareness of intra and inter-organizational business
process collaboration, think about the business rules it wants to employ, and shift to
an electronic way of managing contracts. Such multiple shifts in corporate activities
require a restructuring that leads to political tensions inside an organization. Hence, an
eSRA application introduction may be made impossible on the one hand by such polit-
ical tensions and on the other hand be impossible because users with the required skills
are not available for carrying out electronic B2B-collaboration.
Several directions for future work exist. Firstly, for ensuring trust management ded-
icated components are adopted in eSRA. However, since trust-management is an on-
going research issue, several options for component refinement must be explored. Sec-
ondly, currently the post-enactment phase of an electronic B2B-collaboration is out of
scope for eSRA. The post-enactment phase will be clearer with more results from the
development of an e-business transaction concept for electronic B2B-collaboration that
incorporates exception handling and compensation. Such results
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A ATAM Results
The tables below show the main results from conducting the ATAM evaluation method [8,
20]. Hence, first questions were asked by workshop participants that resulted in a re-
finement of eSA’s quality attributes with specific sub-factors. The latter factors were
used to create a utility tree together with accompanying scenarios that were ranked by
the experts. The most relevent scenarios were further specified and provided with sen-
sitivity points, tradeoff points, risks, and non risks for eSA. Next, the tables we explain
in detail.
A.1 Attribute-Characterizing Questions
The initial task of the workshop sessions with experts is to clarify the utility requirement
of eSA that expresses the overall ”goodness” of the system. Hence, questions are asked
for establishing a better understanding of earlier determined quality attributes
In Table 3 the questions are listed on the right hand assigned to their quality at-
tributes on the left side. The questions are further categorized by determining if they
represent for eSA an external stimuli, an architectural decision, or a response. Exter-
nal stimuli are events that cause eSA to respond or change. Architectural decisions are
the aspects of eSA that have a direct impact on achieving attribute responses. Finally,
responses [8, 20] are quantities that are measurable or observable.
A.2 Utility Tree
All the quality attributes and further specifying sub-factors are arranged in a utility
tree that allows to organize and prioritize the goals for eSA. The utility tree is also
instrumental for the creation of scenarios that are assigned to each sub-factor. These
scenarios are then ranked according to the perceived difficulty and priority for eSA.
To the left of Table 4, the most important system requirement is mentioned, namely
the utility, which is an expression for the overall ”goodness” of the system. The util-
ity is further refined by quality attributes, that are a subset of the non-functional re-
quirements in Section 6.1. The subset of attributes results from a discussion with the
ATAM-workshop participants about what should be consider for further questionings,
as Table 3 shows. Quality attributes for which the workshop participants could not find
questions are not considered in the ATAM evaluation as it implies eSA provides cov-
erage. The sub-factors in Table 4 are deduced from the questions in Table 3 and refine
the quality attributes. In effect, the sub-factors tell where eSA needs to be probed more
deeply.
Further right of the sub-factors are scenarios listed together with the identification
numbers. At the very right-hand of Table 4, the scenarios are assessed based on their
perceived difficulty and the priority to realize. The gray shaded rows contain scenar-
ios that score highly in both categories and consequently they are chosen for further
investigation. In Tables 5- 7, justifications are given for the ranking of scenarios.
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Table 3. Attribute-characterizing questions.
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Table 4. ATAM utility tree.
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Table 6. Justifying the ranking of scenarios (Part 2).
xliv
Table 7. Justifying the ranking of scenarios (Part 3).
ATAM Results xlv
A.3 Scenario Specification
Since there is limited time available in an ATAM-evaluation, only the highest ranked
scenarios are scrutinized and further refined. In the case of this evaluation, the highest
ranked scenarios are depicted in Figure 18 to Figure 21. All scenarios fall into the cat-
egory of use cases, i.e., they describe the user’s intended interaction with the electronic
B2B-collaboration system.
Fig. 18. Specification of highly ranked Scenarios 5.
All the scenarios in Figure 18 to Figure 21 use the same template for their specification.
A relevant part of the specifications are the architectural decisions in eSA for dealing
with the scenarios. To the left, the decisions are listed and to the right whether they
constitute so-called sensitivity or tradeoff points, risks or non-risks (see Section 2.2 for
details). In Table 8, the sensitivity and tradeoff points, risks and non-risks are listed.
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Fig. 19. Specification of highly ranked Scenario 7.
Fig. 20. Specification of highly ranked Scenarios 8.
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Fig. 21. Specification of highly ranked Scenarios 19.
Table 8. Risks, sensitivity and tradeoff points, non-risks.
