Introduction to the thematic issue on Human-centric computing and intelligent environments Gordon Hunter a,* , Tiina Kymäläinen b and Raúl Herrera-Acuña
Introduction
Ambient Intelligence (AmI) and Intelligent environments (IEs) are characterized by information and communication technologies embedded so seamlessly into our physical environments and in various everyday objects that computer-enabled features will become a natural part of our living and working environments [6] . According to Cook and Das [4] , the most critical feature that separates intelligent environments from environments that are merely user-controllable is their ability to model inhabitant behaviour. They determine that an intelligent environment is able to acquire and apply knowledge about the environment and its inhabitants in order to improve the inhabitants' experience in that environment. The environment is thus willing to serve spontaneously and proactively, i.e. the environment senses the person's needs and circumstances, and responds accordingly. In general, in the visions promoted by AmI and IEs, people are surrounded by intuitive interfaces and user-adaptive technologies; and the environments are capable of recognizing and proactively responding to the presence of different individuals in a seamless, unobtrusive and invisible way.
Although these visions clearly place humans in the centre of their technology-mediated environments, the human-centred perspective of computer-based systems is still often neglected. Technologists -including computer scientists and engineers -frequently design and construct systems which perform efficiently, but may not provide their users with straightforward modes for interaction with them, nor a particularly pleasant experience. This can certainly also be the case with AmI and IEs. Coen [2] has critically explicated that in some sense the aim is to make "people interfaces" for computers rather than computer interfaces for people; IE systems use cameras for eyes, microphones for ears and a wide-range of sophisticated sensing technologies to connect with real-world phenomena [2] . Augusto [1] anticipated great challenges in adopting any form of AmI in real use, the chief challenge being that people may not want the technology executing such influential control over their environments. Whilst there do exist such IE systems which are not primarily designed to be used by people, those are the exception rather than the norm. Intelligent buildings, transport systems and cities, robotics, dialogue systems, learning, assisted living and healthcare environments should all have the needs and wishes of their human users as their prime purposes. Cook et al. [3] enumerate the expected benefits as being: increased safety, e.g. by monitoring lifestyle patterns or recent activities and by providing assistance when a potentially harmful situation is developing; comfort, e.g. by adjusting lightning or temperature automatically; and economy, e.g. by controlling the use of electricity and lights [3] . Thus, viewing Intelligent Environments from a human-computer (or human-system) interaction perspective is of vital importance. Consequentially, this special issue of JAISE has HumanCentric Computing and Intelligent Environments as its theme.
Park et al. [9] define Human-Centric Computing as "the discipline that studies the way humans and arti-ficial systems interact reciprocally and exchange information", noting that it is closely related to other fields such as sociology, psychology, cognitive science and Human-Computer Interaction (HCI). In [5] , Iida and Morita define the aim of Human-Centric Computing as "to build a world in which people and ICT collaborate seamlessly. . . ", with context-aware, multidevice collaboration and human interaction technologies being essential factors. These definitions also resemble the remark from Cook et al. [3] who define ambient intelligence as "a discipline that brings intelligence to our everyday environments and makes those environments sensitive to us". From the usercentric point of view they describe the AmI technologies as being: sensitive, responsive, adaptive, transparent, ubiquitous and intelligent [3] . Park et al. [9] further note that there are two key points of view regarding how Human-Centric Computing and Intelligent Environments are related to each other. From one perspective, IEs should be designed to support their users, so the ways in which those users wish to interact with the IEs, and the ways they receive support from them, must be taken into consideration. From the other viewpoint, IEs usually offer novel technological solutions, such as context-awareness and situationawareness, which then provide opportunities for previously unavailable approaches to the design and implementation of more effective and user-friendly ways for people and the computer-based systems to interact. In essence, the important matters for the users for adapting to the AmI and IE technologies are their usefulness, value, ease of use, sense of being in control, ability to integrate technology into practices -not forgetting trust and social issues of the technologies [6] .
Human-Centric Computing has been deliberated in previous JAISE special thematic issues: Volume 4, Issue 5 (September 2012) and Volume 6, Issue 1 (February 2014), and in other previous JAISE articles, e.g. [7, 8, 10] . Recent developments and opportunities have resulted in the interface between Human-Centric Computing and Intelligent Environments being once again highly topical, and hence the initiative for this special thematic issue that emphasizes the human viewpoint: user-friendliness, efficient service support, userempowerment, and support for human interactions in AmI and IEs.
In this thematic issue
This thematic issue contains a total of six papers relating to different aspects of the theme. In an application-focused paper, "SmartWalker: an intelligent robot walker", Shin et al. describe their development of an intelligent wheeled device to aid the mobility of people, particularly the elderly. Their "walker", equipped with various sensors and actuators connected to a tablet PC, can autonomously navigate around its environment, and provide its user with assistance in an intelligent way. It can also detect people nearby, using a laser range scanner to detect their legs, and locate the user using a face detection system based on Viola and Jones' method [11] . Their system can also recognise gestures made by its user, for example to indicate that the user wants the walker to come over to him/her, or to go back to its base station. Their walker was evaluated using a control group of relatively young adults and a test group of elderly residents of retirement homes.
Three Liu et al., in their paper "An Automatic in-home fall detection system using Doppler radar signatures", apply a Doppler radar sensor, and Fourier and Mel Cepstral based features with a Support Vector Machine to identify incidents of elderly people falling at home. They tested and evaluated their system under both laboratory conditions and in a real residence for senior citizens, obtaining excellent detection rates of genuine falls whilst keeping the incidence rate of false alarms at acceptable levels.
Finally, the often-neglected themes of security and privacy of data collected from and used by highly distributed systems such as Intelligent Environments and any system exploiting the Internet of Things (IoT) are addressed by Preuveneers and Joosen in their paper "Security and Privacy Controls for Streaming Data in Extended Intelligent Environments". The authors present their framework SparkXS, integrated with their previously-published SAMURAI lambda architecture, to provide scalable access and data protection controls for the various types, high volumes and rates of data required to be streamed in IoT systems, and in Extended Intelligent Environments in particular. Their framework is designed to meet upcoming EU and other legal requirements, using a "Privacy by Design" approach to ensure that the resulting systems offer users improved control of their own data, and the authors' empirical results on various use case scenarios with large sets of data indicate that their framework is scalable whilst still maintaining acceptable levels of performance.
