Abstract: Adolescents can take different roles in cyber-violence, and one of the most common classifications recognises victims
INTRODUCTION
Social media, nowadays, is present and accessible to most of youth in Croatia. It has become a new norm of communication among youth. This kind of communication, although it has many advantages and provides new and more attractive ways of communicating, also has its negative sides. It has become a vector for youth violence (Patton et al., 2014) and introduced new forms of violence that occur exclusively online (Peterson and Densley, 2017) . Cyber-bullying and harassment, as forms of cyber-violence, have become common among juvenile populations (Hinduja and Patchin, 2008b; Lim et al., 2012) .
Cyber-violence is a broader term than cyber-bullying and refers to harmful activities using information-communication technologies (ICT), e.g. harassment, insult, rumours, cyber-bullying (Hanewald, 2008) , trolling (destructive and deceptive behaviour to disrupt a space for no apparent purpose) (Buckels et al., 2014) , and cyber-stalking (Beech et al., 2008) . Some authors state that there are different forms of cyber-violence, e.g. Herring (2002) stated four forms: on-line contact that leads to off-line harms, cyber-stalking, online harassment and degradation.
It seems that cyber-violence is a more prevalent phenomenon than traditional violence and bullying since it can occur at any time (Willard, 2006) . Although the two types of violence share some characteristics, they differ in some respects; a victim of cyber-violence often cannot know who the perpetrator is due to the nature of ICT, and not knowing from whom to expect harm can induce higher levels of anxiety. Most of the research conducted up to date has explored cyber-bullying (Peterson and Densley, 2017) .
The prevalence of cyber-bullying ranges from 10% to 35% (Kowalski and Limber, 2007; Li, 2007) . In the Health Behaviour in Schoolaged Children study (Inchley and Currie, 2013) , cyber-bullying was measured as behaviour that occurred at least two or three times a month in the previous couple of months. The prevalence of being bullied was about 12% of male adolescents and 10% of female adolescents, and the prevalence of being the bully was about 11% of male adolescents and 6% of female adolescents. Olweus (2012) stated that researchers and authors often exaggerate the frequency of cyber-bullying and its increase. It should be noted that there are many definitions of cyber-violence and related phenomena, e.g. cyber-bullying, cyber-harassment and cyber-aggression, and that these definitions are often inconsistent. The same can be stated for methodological approaches to measuring these phenomena, which explains the wide range in reported prevalence. Since cyber-violence is a broader term, it is reasonable to accept broader ranges of prevalence for it. There is a considerable lack of data concerning cyber-violence prevalence, but some research (e. g. Pornari and Wood, 2010) found prevalence of cyber-aggression to exceed 50%. Juvonen and Gross (2008) surveyed those who experienced violent behaviour online at least once in the preceding year, and found that 72% had experienced cyber-violence. Kowalski et al. (2014) indicated that some studies purport to measure cyber-bullying, but include survey items that omit a perpetrator's intent to harm or that cover behaviours that are occasional. Such a study, even if it purports to explore cyber-bullying, is actually exploring cyber-violence. For example, behaviour such as excluding someone from cyber-groups may be unintentional from the point of view of the "perpetrator", but the victim can easily attribute intent to such an act and experience the same type of psychological outcomes as if the perpetrator had done it on purpose. For these reasons, in the present study, a broader definition of behaviour, e.g. cyber-violence, was used.
Cyber-victimisation has been related to negative outcomes, such as anxiety and lower academic achievement (Foody et al., 2015) , and it has negative consequences for the psychological, social and physical health of all involved (Tokunaga, 2010) . Some researchers consider any such behaviours, even if they appear only once, as an indicator of cyber-victimisation (Grigg, 2010) .
Perpetrators often do not perceive their own behaviour as harassing and do not recognise the impact of their behaviour on the victims (Campbell et al., 2013) . On the other hand, perpetrators do experience higher levels of stress, depression and anxiety than those uninvolved in cyber-violence. Other research findings contradict this view, suggesting that perpetrators are typical children or adolescents who have no behavioural problems Kowalski et al., 2012; Patchin and Hinduja, 2012) .
During adolescence, which is known as the stage of identity development, young people seek situations in which they can evaluate themselves positively. A large amount of research shows that involvement in cyber-violence has a negative effect on development in adolescence (Haynie et al., 2001; Juvonen et al., 2003) . There are consistent findings that victims tend to have lower self-esteem than their peers who are not victims (Egan and Perry, 1998; Wild et al., 2004) . These results could be explained by the fact that the experience of being a victim decreases one's self-esteem or that those with low self-esteem are more likely to be targeted as victims (Egan and Perry, 1998) . Regarding perpetrators, the findings are inconsistent. Some studies show that perpetrators have either higher self-esteem (e.g., Salmivalli et al., 1999) or lower self-esteem (e.g., Yang et al., 2006) than uninvolved individuals; other studies even find no difference between perpetrators and non-perpetrators (Seals and Young, 2003) . The worst outcomes are for the groups of victims/bullies, who are found in both cyber-and traditional violence (Kowalski and Limber, 2013) .
Overall, research confirms both psychological and academic effects of cyber-violence. Victims experience feelings of anxiety, fear and sadness, which affect their learning and attitude towards school (Beran and Li, 2005) . Furthermore, Mitchell et al. (2007) reveal that adolescents experiencing cyber-violence show significantly higher levels of depression and substance use.
As stated, there are some contradictory findings, especially regarding the outcomes for perpetrators compared to uninvolved individuals. Therefore, the purpose of this study was to investigate the negative psychological outcomes that may arise from experiencing or committing cyber-violence.
OBJECTIVES
This study aimed to examine the prevalence of committing and experiencing cyber-violence; the involvement of different genders in cyber-violence; and differences in age, gender, grades and number of devices among the different roles of victims, perpetrators, perpetrators/victims and uninvolved individuals. Also, we wanted to examine differences in psychological outcomes (depression, anxiety, stress, self-esteem) as well as differences in Internet use among the different roles.
HYPOTHESES
The levels of psychological outcomes -depression, anxiety and stress -would be higher for adolescents involved in cyber-violence. Victims/perpetrators would experience the most unfavourable outcomes, followed by victims and perpetrators.
METHODS

Participants
Data were collected as part of a Croatian national study on children's and adolescents' habits of using ICT, in particular as part of a project focused on cyber-violence. Since there are many relevant correlates of cyber-violence, and it would be too exhausting for adolescents to fill out questionnaires for more than 45 minutes, separate sets of questionnaires were made. Each set had a common part (questionnaires about cyber-violence, self-disclosure on the Internet and self-esteem), but other questionnaires in each set differed: set A included questionnaires about subjects' own Facebook usage and perception of peers' Facebook usage; set B included questionnaires about depression, anxiety, stress and empathy; set C included questionnaires about traditional bullying and pathological gaming; set D included questionnaires about parental mediation and knowledge about cyber-violence;
and set E included questionnaires about proneness to violent behaviour on the Internet under different conditions of anonymity. The total sample was sampled using non-proportional quota sampling from 84 schools across Croatia. For every county, we included one elementary school from a larger town and one from a smaller town/village; we also included high schools (gymnasium and vocational high school). Questionnaires were randomly distributed such that in every class, the first child filled out set A; the second child, set B; the third child, set C; the fourth child, set D; the fifth child, set E; the sixth child, set A; and so on. This gave a subsample of 20% of all participants for the present paper. Thus, of the total sample of 7,038 children and youth from different elementary and high schools in both rural and urban areas, 1,176 children and adolescents filled out set B. Ages of participants in this subsample ranged from 11 to 20 (M = 14.75, SD = 2.242). In terms of gender, 578 participants identified as male (49.1%). All students were either in the sixth grade (25.3%) or eighth grade (25.9%) of elementary school, or in the second year (27.1%) or fourth year (21.7%) of high school.
Measures
Major sociodemographic information was collected on age, gender, grades, number of real friends, mothers' and fathers' education, Internet availability, number of devices, hours spent on the Internet per day on weekdays and on weekends.
The Committing and Experiencing Cyberviolence Scale (CECVS; Šincek, Tomašić Humer, Duvnjak, and Milić, 2015) is an adaptation of Cetin et al.'s (2011) scale. General statements from the original scale were concretised (e.g., the item "gossip on the Internet" was replaced with "I gossip about others on the Internet"). Some behaviours that were more relevant to children and adolescents, such as "They wanted me off or I was excluded from a group on the Internet", were added to the scale. The committing violence subscale included 21 questions, and the experiencing violence subscale consisted of 22 items. The participants were asked to rate the frequency of experiencing/committing violence on a 5-point Likert-type scale (1 = never, 5 = always). Higher scores indicated that the participants experienced/committed particular behaviours more frequently. The calculated internal consistency coefficient was α = 0.90 for experiencing violence and α = 0.91 for committing violence. (DASS -21, Lovibond and Lovibond, 1995 ) is a 21-item, self-administered questionnaire divided into three scales, each with seven items, which measure the levels of three negative emotional states: depression, anxiety and stress. The Depression Scale refers to dysphoria, hopelessness, devaluation of life, self-deprecation, apathy and lack of interest. The Anxiety Scale assesses autonomic arousal and situational anxiety. The Stress Scale includes levels of chronic non-specific arousal and assesses difficulty in relaxing, being easily upset/agitated and being impatient. The items were answered using a 4-point Likert scale (1 = does not apply to me at all, 4 = applies to me very much or most of the time) to rate the extent to which they had experienced each state over the preceding week. A higher score represents greater distress. The reliability coefficients (Cronbach's α) were 0.83 for depression, 0.78 for anxiety and 0.84 for stress. The Rosenberg Self-esteem Scale (RSE, Rosenberg, 1965 ) is a 10-item, self-reporting, unidimensional measure used to assess global self-esteem (e.g., "I feel that I am a person of worth, at least on an equal plane with others"). The items were answered on a 4-point scale (1 = strongly disagree, 4 = strongly agree). The scores ranged from 10 to 40, with higher scores indicating higher self-esteem. Cronbach's α was 0.80.
The Depression Anxiety Stress Scales
Procedure
The research was approved by the ethics committee of the Department of Psychology, Faculty of Humanities and Social Sciences. Informed consent was obtained from the participants and their parents. Data were collected at the participants' schools during their regularly scheduled class times. The researcher distributed the surveys in a paper-and-pencil format, and the students completed them independently and anonymously. Since the collection was part of a larger study, different sets of questionnaires were given to different students in a randomized way. The full survey took approximately 45 minutes to complete, after which the students were given a small thank-you gift (a pen, a pencil or other small item).
Statistical analyses
Data were analysed using the statistical package SPSS version 20.0 (IBM, Chicago, IL, USA). Descriptive statistical parameters were shown, reliability tests were conducted using Cronbach's α test, and a one-way analysis of variance (ANOVA) was used to process the results.
RESULTS
Prevalence of committing and experiencing cyber-violence and involvement in cyberviolence as a function of age, gender, grades and number of devices
Based on the results about committing and experiencing cyber-violence, participants were classified into four groups as follows: victims (n = 183), perpetrators (n = 93), perpetrators/victims (n = 151) and uninvolved (n = 749). More than half of the participants (64%) were not involved in cyber-violence, 15% were victims, 13% were perpetrators/victims and 8% were perpetrators. Furthermore, the students who identified as perpetrators/victims (15.7% were male and 9.8% female) were the oldest and had the lowest grades/school achievement.
Regarding age, the youngest participants were the least involved in cyber-violence (M = 14.52, SD = 2.25), and the oldest were the most involved as perpetrators/victims (M = 15.62, SD = 2.10). The average age of victims was M = 14.60 (SD = 2.18), and that of perpetrators was M = 15.41 (SD = 2.05).
In the present study, more female participants (67%) were not involved in cyber-violence than male (61%) participants. There were also slightly more female victims (17%) than male victims (14%). More male participants were perpetrators (10%) and perpetrators/victims (16%) than female perpetrators (6%) and perpetrators/victims (10%).
Adolescents who were not involved in cyber-violence had the highest grades (M = 4.07, SD = 0.79), while perpetrators/victims had the lowest grades (M = 3.78, SD = 0.87). The average grades were M = 3.82 (SD = 0.87) for perpetrators and M = 3.92 (SD = 0.78) for victims.
Participants most frequently reported having six devices in their homes (Mode = 6, M = 6.56, SD = 3.15).
Differences in age, gender, grades and number of devices among the different roles Table 1 shows the differences among the four groups in terms of age, grades and number of devices, explored via ANOVA. Post-hoc tests were conducted in order to examine the differences in age, grades and number of devices among the different roles.
Regarding age, victims and individuals uninvolved in cyber-violence were significantly younger than perpetrators and perpetrators/victims, and victims were significantly younger than perpetrators (F (3, 1168) = 13.57, p < 0.01). Perpetrators/victims and perpetrators had significantly lower academic achievement (F (3,1165) = 7.85, p < 0.01) than uninvolved participants. Participants who were not involved and victims had significantly fewer devices than perpetrators/victims (F (3, 1149) = 3.23, p < 0.05).
A chi-squared test of independence was performed to examine the relationship between involvement in cyber-violence and gender ( Table  2) . The relationship between these variables was significant: χ 2 (3) = 17.59, p<0.01. Comparing the expected and observed frequencies of involvement in cyber-violence among different roles and genders indicated that female participants were more likely to become victims and were less involved in cyber-violence than male participants. Male participants were more likely to become perpetrators and perpetrators/victims than female participants.
Differences in psychological outcomes for victims, perpetrators, perpetrators/victims and uninvolved individuals
Results show that perpetrators/victims had the highest negative outcomes (Table 3) 6.35). Victims had higher levels of depression (M = 1.75, SD = 0.67) and anxiety (M = 1.78, SD = 0.66) and lower self-esteem (M = 29.64, SD = 6.39) than perpetrators, but perpetrators had a higher level of stress (M = 2.10, SD = 0.72).
In order to examine differences in depression, anxiety, stress and self-esteem among different roles, we conducted ANOVA. Post-hoc tests were also conducted in order to examine differences among particular roles. Statistically significant differences were found in depressive symptoms (F (3,1120) = 31.75, p < 0.01): victims displayed more symptoms than the uninvolved group, and perpetrators/victims manifested more symptoms than the other three groups.
Those uninvolved in cyber-violence showed significantly lower levels of anxiety than victims and perpetrators/victims; perpetrators showed lower levels than perpetrators/victims (F (3,1137) = 24.13, p < 0.01). Uninvolved participants had the lowest level of stress among the four groups (F (3,1125) = 46.92, p < 0.01), while perpetrators/victims indicated more signs of stress than victims and perpetrators. Perpetrators/victims had significantly lower levels of self-esteem than the uninvolved group (F (3,1161) = 5.45, p < 0.01), with insignificant differences among the other groups.
Internet use by victims, perpetrators, perpetrators/victims and uninvolved individuals
Regarding variables related to Internet use (Table 4) , most of the participants from the group of perpetrators/victims stated that the Internet was constantly available to them (M = 1.23, SD = 0.55; a smaller value means more Internet availability). This group also spent the most time per day on the Internet, on weekdays (M = 6.64, SD = 5.33) and on weekends (M = 9.18, SD = 6.34).
Perpetrators/victims and perpetrators spent significantly more time on the Internet on weekdays (F (3,1152) = 17.65, p < 0.01) and weekends (F (3,1152) = 25.16, p < 0.01) than the uninvolved group. On weekdays and weekends, perpetrators/victims spent more time on the Internet than victims, while victims spent more time on the Internet on weekdays than the uninvolved group.
DISCUSSION
Based on the results of this research, the participants were classified into four groups, and 64% of participants were not involved in cyber-violence, 15% were victims, 13% were perpetrators/victims and 8% were perpetrators. Similar findings were obtained in Kowalski and Limber's (2007) study: 11% were victims, 7% were perpetrators/victims and 4% were perpetrators. Some studies show that cyber-violence (as well as physical bullying) is most frequent in middle school and decreases in high school, while verbal bullying is also the most prevalent in middle school and remains high during high school (Williams and Guerra, 2007) . In this research, victims and uninvolved participants were younger than perpetrators and perpetrators/victims. In comparison, based on their research, Vandebosch and Van Cleemput (2009) state that younger children are more often victims and bystanders of cyber-bullying, and adolescents who are perpetrators are more dependent on the Internet and take more related risks.
Regarding characteristics in this study, perpetrators/victims were the oldest and more often male, and they had the lowest grades/school achievement. Some studies show that perpetrators/victims, especially males, experience the strongest psychosomatic effects, such as headaches, sleeping difficulties and physical symptomatology (e.g., Agatston et al., 2012) . Other research findings differ regarding gender: some studies (e.g., Aricak et al., 2008; Li, 2006) suggest that male participants are more likely to be cyber-bullies, but other studies do not find any gender difference (Slonje and Smith 2008; Williams and Guerra, 2007) . Wang et al. (2009) and Kowalski and Limber (2007) report that girls are more likely to be victims of cyber-violence, and that boys tend to be perpetrators. There are also gender differences in the types of violence experienced, with girls stating that they experience more exclusion, gender-based harassment and others posting personal information about them . Therefore, girls believe that their reputation is damaged by such cyber-violence, which affects their relationships with friends, and generally, they experience many negative consequences.
Many studies show the negative impact of cyber-violence on academic performance, including reduced concentration, school avoidance, isolation, lower academic achievement and higher risk of school problems Patchin, 2007, 2008a; Marczak and Coyne, 2010) . Greater frequency and intensity appear in the group of perpetrators/victims, and they feel less safe at school, have lower self-esteem and have more suicidal thoughts (Patchin and Hindjua, 2012) . However, other research indicates no such differences. For example, in the study by Zhou et al. (2013) , no differences were found in school performance between high school students who engaged or did not engage in cyber-violence.
We found that perpetrators/victims had the highest negative outcomes. They had higher levels of depression, anxiety and stress than other groups, as well as a lower level of self-esteem. These results, indicating that perpetrators/victims constitute the group that is at highest risk for psychosocial problems, confirm the findings of another study (Juvonen et al., 2003) . In the present study, victims displayed significantly more depressive symptoms than the uninvolved group, and perpetrators/victims manifested more symp- toms than the other three groups. Pellegrini (1998) showed that depression is associated with exposure to bullying. Wang et al. (2011) state that adolescents who are involved in violence have a higher level of depression. Furthermore, they found that victims of cyber-violence reported a higher level of depression than perpetrators or perpetrators/victims. These findings can be explained by the fact that victims of cyber-violence may be more likely to feel helpless and isolated when experiencing an anonymous attack through a social network or in some other way . It is possible that victims are unable to find out the perpetrators' identities or lack knowledge about what to do in that situation.
In the present study, those uninvolved in cyber-violence showed significantly lower levels of anxiety than victims and perpetrators/victims; perpetrators also demonstrated lower levels of anxiety than perpetrators/victims. Uninvolved participants had significantly lower levels of stress than the other groups, while perpetrators/victims had significantly more signs of stress than victims and perpetrators. Perpetrators/victims had significantly lower levels of self-esteem than the uninvolved. Kowalski and Limber (2007) found that students in grades 6-12 who both bullied and were victimised were more anxious, depressed and had lower self-esteem. The impact of cyber-violence also depends on personal experience, and the impact is greater on victims than on perpetrators (Cassidy, 2013) . Victims most often experience feelings of sadness, hurt, anger, frustration, stress and loneliness, prolonged depression, low self-esteem, social anxiety and emotional and peer problems (Agatston et al., 2012; Kowalski et al., 2012; Marczak and Coyne, 2010; Menesini and Nocentini, 2012; Patchin and Hinduja, 2012; Smith, 2012; Sourander et al., 2010; Tokunaga, 2010) . The relevant literature shows that perpetrators/victims experience the worst psychological effects because they are simultaneously engaged in cyber-violence as perpetrators and victims .
On weekends and weekdays, perpetrators/victims spent more time on the Internet than victims in the present study, while victims spent more time on the Internet on weekdays than uninvolved participants. In his study, Erdur-Baker (2010) found that risky Internet use and usage frequency significantly predicted both cyber-victimisation and cyber-violence for male and female students. Frequent usage was also a better predictor of both cyber-victimisation and cyber-violence for female students, whereas risky Internet use was a better predictor among male students since girls were less involved in risky Internet use and generally more cautious.
STRENGTHS AND LIMITATIONS OF THE STUDY
The data from this research provide insights into prevalence and involvement in committing and experiencing cyber-violence and highlight the importance of different psychological outcomes of cyber-violence. The additional value of this study is that it provides a perspective considering different roles that adolescents have in cyber-violence. Possible explanations of the obtained results can be found in the limitations of the research. For all measures, self-assessment was used. It is recommended that future studies use different additional objective measures, such as peer estimation about Internet use. The correlational nature of the present study prevents us from establishing causal relationships between committing or experiencing cyber-violence and psychological outcomes. Other factors such as loneliness should be explored simultaneously in future studies in order to better understand the possible adverse consequences.
In the future, longitudinal studies should be conducted to complete the outcomes of cyber-violence for all involved groups, using a multi-source approach as a tool to acquire more precise information. For example, it is possible for a victimised child to be unable to recognise that he or she is being victimised or to take the view of his or her bully and blame him-or herself for not being good enough. Therefore the relevant information must be obtained from parents or teachers. Another possibility is that others perceive some forms of victimisation as not too serious, but the child would know that his or her pain is real. Some insights about becoming perpetrators/victims could also be gained through longitudinal studies.
CONCLUSION
Children and adolescents today are involved in cyberspace, which may lead to adverse consequences. They rely on the Internet for many things, including for interactions and social connections. It is essential to understand the psychological outcomes of cyber-violence for children and adolescents in order to provide guidance and prevent negative outcomes. Based on the obtained results of this research, we can conclude that the group of perpetrators/victims has the most negative psychological outcomes and low academic achievement. Therefore, to effectively plan preventive activities for children and adolescents, we should take account of the characteristics of perpetrators/ victims, perpetrators and victims, as well as the outcomes that arise from cyber-violent behaviours. Our results suggest that perpetrators/victims should be included in selective or even indicated prevention programmes focused on reducing involvement in cyber-violence and its known outcomes, especially depression, anxiety and stress. Indicated prevention programmes for perpetrators should probably be tailored differently, such as by problematising the lack of guilt and promoting empathy for victims, while reducing the positive outcomes of cyber-violence (e.g., gaining social status via violence). 
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