Abstract-In this paper we worked on the video watermarking technique wherein we took video as a cover medium and some binary images as watermark to be embedded behind the video. Specifically we concentrated on the transform domain technique and we made use of hybridization of the two of the most important and useful transformations, namely Discrete Wavelet Transform and Discrete Cosine Transform, for the purpose of digital watermarking. We evaluated the proposed method with some visual quality matrices and based on the results we concluded that the proposed method provides extra robustness against various attacks as compare to individual use of each transform.
I. INTRODUCTION
Digital Watermarking is the technique of embedding a secret message or digital logo behind a cover medium. Cover medium can be image, text, audio or video and message can be image, audio or text. Digital watermarking is having its application in the areas of copyright protection and the authentication. In this era of internet and online transfer of the data, use of video watermarking is rapidly increasing because of the factors [1] explained below.
 Privacy of the digital data is required and because the copying of a video is comparatively very easy.  Fighting against the "Intellectual property rights breach"  Tempering of the digital video must be concealed.  Copyright protection must not be eroded.
This paper focuses on the frequency characteristics of the 2-D data and makes use of two of the most prominent transforms applied on the 2-D images, namely Discrete Cosine Transform and the Discrete Wavelet Transform. In this paper we first converted video into the sequence of frames. The second step is to convert the RGB frame into its YCbCr version and then we made use of Y frame for the purpose of watermarking. This paper is organized in seven sections. Subsequent section explains the transform domain watermarking method. Section 3 and 4 explains the fundamentals of DCT and DWT. Section 5 shows the visual quality metrics used for evaluation purpose. Section 6 explains the proposed method and section 7 gives the results of proposed method.
II. TRANSFORM DOMAIN WATERMARKING
Embedding watermark into the video can be done in two ways namely spatial domain and transform domain [2] . In the spatial domain frame pixel values are modified according to the pixel values of the message to be hidden behind the frame where as in the transform domain frame pixel values are changed in the frequency domain according to the pixel values of the message. Transform domain watermarking makes use of various transforms like Discrete Fourier Transform (DFT), Discrete Wavelet Transform (DWT), Discrete Cosine Transform (DCT) and other. Out of these transforms DCT and DWT are the most frequently used transforms because of their enormous capacity to break the image data into various frequency bands. According to priorities of the human visual system, we can choose one of the frequency bands to be used for embedding purpose. Figure 1 shows the idea of transform domain processing of the image data. low frequency, and therefore shows its popularity in digital watermarking techniques. The DCT allows a frame to be broken up into different frequency bands, making it much easier to embed watermarking information into the middle frequency bands of a frame. The middle frequency bands are chosen such that they have minimize to avoid the most visual important parts of the frame (low frequencies) without over-exposing themselves to removal through compression and noise attacks (high frequencies).
Two dimensional DCT of a frame with size MxN and its inverse DCT (IDCT) are defined in Equations 1 and 2, respectively.
Where ( ) √ for u=0;
Where
Figure 3(a) shows the three regions in the frequency domain. F L is used to denote the lowest frequency components of the block, while F H is used to denote the higher frequency components. F M is chosen as the embedding region as to provide additional resistance to lossy compression techniques, while avoiding significant modification of the cover video.
(a) (b) Figure 2 . Defination of DCT regiouns and Quantization values used in JPEG compression scheme [6] IV. DISCRETE WAVELET TRANSFORM
The Basic Idea of the Discrete Wavelet Transform [7, 8, and 9] may be understood by taking a one dimensional signal which is first split into two parts, usually high frequencies and low frequencies [10] . Again the low frequency part is divided into two frequency components of high and low frequencies. This process is continued until the signal has been entirely decomposed. Furthermore, from the DWT coefficients, the original signal can be reconstructed. The reconstruction process is called the inverse DWT (IDWT). The idea of the DWT is as shown in the figure 3. We have mainly used the following visual quality matrices [14] for the sake of comparison of degradation after the watermark is added to video.
Here MSE -Mean Square Error PSNR -Peak Signal to noise Ratio f(x,y) -Original Frame of the video f'(x,y) -Watermarked Frame of the Video.
The phrase peak signal-to-noise ratio [14] , often abbreviated PSNR, is used to measure the similarity between two signals where in one is original and the other is altered version of the same. PSNR can be defined via the Mean Square Error (MSE) which gives us the idea of difference between the original and the altered signal. PSNR is measured in the logarithmic scale and MSE is measured in the general scale.
At the receiver end we extracted the watermark and measured the correlation [14] of the recovered watermark and original watermark for the sake of checking the robustness.
VI. PROPOSED ALGORITHM
In our proposed method qualities of both the DWT and DCT are used for the purpose of embedding. Figure  4 shows the diagram of the proposed method. In this we made use of the combined DWT-DCT for the purpose of watermarking. Some of the glimpses of the proposed method are:
1. Rather than inserting the watermark into the DCT coefficients directly, we first apply a 2-level DWT to have seven sub-bands. 2. We choose horizontal sub-band and then apply DCT to have DCT coefficients and then we modify the mid frequency coefficients. 3. Here robustness is improved by the ability of the DWT to increase the energy of the watermark which makes use of the properties of the HVS. 4. Furthermore imperceptibility is also achieved by the DWT. A. EMBEDDING ALGORITHM Following is the stepwise representation of what we have done for the video watermarking using the proposed algorithm.
Video is converted into the sequence of frames. 2. Color space conversion is done from RGB to
YCbCr. 3. A two-level DWT is performed and HH2 band is selected for the further process. 4. Block based DCT is applied onto the HH2 band and middle band frequency coefficients are modified in accordance to the binary watermark. 5. Inverse DCT is performed to get the watermarked HH2 band. 6. Inverse DWT is performed two times so as to get watermarked Y frame. 7. Reverse color space conversion from YCBCr to RGB is performed so as to get watermarked RGB frame. 8. Steps 2 to 7 are repeated until all the frames are not completed. 9. All watermarked RGB frames are combined to get watermarked RGB video. . Watermarked Frames Figure 7 shows the PSNR and MSE results for the various values of the gain factor k. One can observe that as the value of k increases the difference between the original and the watermark frame increases and therefore an increased MSE and reduced PSNR is obtained. B. EXTRACTION ALGORITHM We followed following steps to obtain the message back from the watermarked video sequence.
1. Video is converted into the sequence of frames. 2. Color space conversion is done from RGB to YCbCr. 3. A two-level DWT is performed and HH2 band is selected for the further process.
4. Block based DCT is applied onto the HH2 band and middle band frequency coefficients are modified so as to get the binary watermark. 5. Steps 2 to 4 are repeated until all the frames are not completed. Figure 8 shows the watermark extracted from the first six frames for k=10 and k=80 and figure 9 shows the comparative chart of correlation for various values of k. We can observe that as the value of k increases, the perceptibility of the recovered watermark and hence the correlation of the same with the original watermark increases. 
VII. ROBUSTNESS RESULTS
We applied various attacks to the watermarked frame and got some of the results that are explained as under. Here we used another watermark to check the robustness. Table 2 shows the results under various attacks. 
VIII. CONCLUSION
From the work carried out, we concluded that as we increase the value of the gain factor the perceptibility reduces but watermark strength increases and we can recover a better watermark at the receiver end. We also observed a good robustness against the compression, filtering and noise attacks.
