The publication examines 6800 global publications on "Internet of Things" (IoT), as covered in Scopus database during 2005-2014, experiencing an annual average growth rate of 98.63% and citation impact of 1.97. The global publications on IoT came from several countries, of which the top 12 (China -44.87%, USA -8.04%, Germany -6.06%, Italy -5.19%, UK -4.84%, Spain -4.19%, France -3.46%, Taiwan -2.53%, South Korea -2.34%, Switzerland -2.16%, Finland -2.03%, and India -1.87%) together accounts for 87.57% and 89.56% share of the global publication and citations output during 2005-2014. Only 27.96% of the total global publications were cited one or more times during 2005-2014. Among subjects contributing to IoT, computer science contributed the highest publication share (64.93%), followed by engineering (43.01%), social sciences (4.65%), business, management and accounting (3.73%), physics (2.94%), and decision science (2.72%) during 2005-2014. Under broad subjects, the major priorities have been assigned to hardware (technology) with 43.87% share, followed by applications (42.93% share), architectural aspects of technology (22.69% share), security aspects (17.43% share), software (technology) (7.10% share), privacy (6.13% share), business models (0.85% share), governance (0.62% share), legal aspects and accountability (0.5% share), etc. Among the various organizations and authors contributing to IoT, the 20 most productive organizations and authors together contributed 16.78% and 6.13% publications share and 25.63% and 23.16% citation share to the cumulative global publications and citations output during 2005-2014. The top 15 most productive journals contributed 24.54% share to the total journal global publication output during 2005-2014, with largest number of papers (55) is published in Jisuanji
INTRODUCTION
Internet of Things (IoT) is about connecting world of smart things, homes, and cities of the future. This connectedness is between various things through Internet. In the future, The term IoT was popularized by the work of the Auto-ID Center at the Massachusetts Institute of Technology (MIT), which in 1999 started to design and propagate a cross-company radio frequency identification (RFID) infrastructure. [1] In 2002, its co-founder and former head Kevin Ashton was quoted in Forbes Magazine as saying, "We need the Internet for things, a standardized way for computers to understand the real-world." [2] This article was entitled "The Internet of Things," and was the first documented use of the term in a literal sense. [3] However, already in 1999, essentially the same notion was used by Neil Gershenfeld from the MIT Media Lab in his popular book "When Things Start to Think" [1] when he wrote "in retrospect it looks like the rapid growth of the World Wide Web may have been just the trigger charge that is now setting off the real explosion, as things start to use the Net." In recent years, the term "IoT" has spread rapidly -in 2005, it could already be found in book titles, conference proceedings, numerous articles in journals, international, regional, and national research programs, and independent journals. [3] [4] [5] [6] The IoT usually refers to a world-wide network of interconnected heterogeneous objects (sensors, actuators, smart -devices or objects or components or products, RFID, embedded computers, etc.) uniquely addressable, based on standard communication protocols. Beyond such a definition, it is emerging a new definition of IoT seen as a loosely coupled, decentralized system of cooperating smart objects (SOs). An SO is an autonomous, physical digital object augmented with sensing/actuating, processing, storing, and networking capabilities. SOs can sense/actuate, store, and interpret information created within themselves and around the neighbouring external world where they are situated, act on their own, cooperate with each other, and exchange information with other kinds of electronic devices and human users. However, such SO-oriented IoT raises many in-the-small and in-the-large issues involving SO programming, IoT system architecture/middleware, and methods/methodologies for the development of SO-based applications. [7] "Smart" products play a key role in the IoT vision. Smart products have three core elements: physical components, "smart" elements, and connectivity elements. Smart components amplify the capabilities and value of the physical elements, while connectivity amplifies the capabilities and value of the smart components and enable some of them to exist outside the physical product itself. Physical components comprise the mechanical and electrical parts, whereas smart components comprise the sensors, microprocessors, data storage, controls, software, and typically, an embedded operating system and enhanced user interface. Connectivity components comprise the ports, antennae, and protocols enabling wired or wireless connections with the product. Connectivity takes three forms, which can be present together: (i) One-to-one, (ii) one-to-many, and (iii) many-to-many. Connectivity serves a dual purpose. First, it allows information to be exchanged between the product and its operating environment, its maker, its users, and other products and systems. Second, connectivity enables some functions of the product to exist outside the physical device, in what is known as the product cloud. "Digitally upgrading" conventional object in this way enhances their physical function by adding the capabilities of digital objects, thus generating substantial added value. [8] Forerunners of this development are already apparent today -more and more devices such as sewing machines, exercise bikes, electric toothbrushes, washing machines, electricity meters, and photocopiers are being "computerized" and equipped with network interfaces. In other application domains, Internet connectivity of everyday objects can be used to remotely determine their state so that information systems can collect up-to-date information on physical objects and processes. This enables many aspects of the real world to be "observed" at a previously unattained level of detail and at negligible cost. This would not only allow for a better understanding of the underlying processes, but also for more efficient control and management. [9] The ability to react to events in the physical world in an automatic, rapid, and informed manner not only opens up new opportunities for dealing with complex or critical situations, but also enables a wide variety of business processes to be optimized. The real-time interpretation of data from the physical world will most likely lead to the introduction of various novel business services and may deliver substantial economic and social benefits.
From a technical point of view, the IoT is not the result of a single novel technology; instead, several complementary technical developments provide capabilities that taken together help to bridge the gap between the virtual and physical world. These capabilities include: (i) Communication and cooperation: Objects have the ability to network with Internet resources or even with each other, to make use of data and services and update their state. Wireless technologies such as GSM and UMTS, Wi-Fi, Bluetooth, ZigBee, and various other wireless networking standards currently under development, particularly those relating to Wireless Personal Area Networks, are of primary relevance here; (ii) addressability: Within an IoT, objects can be located and addressed via discovery, look-up or name services, and hence remotely interrogated or configured; (iii) identification: Objects are uniquely identifiable. RFID, near-field communication (NFC), and optically readable bar codes are examples of technologies with which even passive objects that do not have built-in energy resources can be identified (with the aid of a "mediator" such as an RFID reader or mobile phone). Identification enables objects to be linked to information associated with the particular object and that can be retrieved from a server, provided the mediator is connected to the network; (iv) Sensing: Objects collect information about their surroundings with sensors, record it, forward it, or react directly to it; (v) actuation: Objects contain actuators to manipulate their environment (for example, by converting electrical signals into mechanical movement). Such actuators can be used to remotely control real-world processes via the Internet; (vi) embedded information processing: SOs feature a processor or micro-controller, plus storage capacity. These resources can be used, for example, to process and interpret sensor information, or to give products a "memory" of how they have been used; (vii) localization: Smart things are aware of their physical location, or can be located. GPS or the mobile phone network are suitable technologies to achieve this, as well as ultrasound time measurements, ultra-wideband, radio beacons (e.g. neighbouring Wireless Local Area Networks base stations or RFID readers with known coordinates) and optical technologies; and (viii) User interfaces: SOs can communicate with people in an appropriate manner (either directly or indirectly, for example, via a smartphone). Innovative interaction paradigms are relevant here, such as tangible user interfaces, flexible polymer-based displays and voice, image or gesture recognition methods. [10] 
Literature Review
In the past, very few scientometric studies have been carried on publication and patent data on IoT both at global and national levels. Whitmore et al. [11] reported on the current state of research, based on the analysis of 127 publications on the IoT. They examined the literature, identified current trends, described challenges that threaten IoT diffusion, and presented open research questions and future directions. The literature was classified according to its content into major categories: Technology, applications, challenges, business models, future directions, and overview/survey. Some of these top-level categories were further broken down into sub-categories, and some of the sub-categories were broken into sub-sub-categories.
A report by World Intellectual Property Organization [12] analyzed the global patents filed on IoT during 2003-2012, focusing on the geographical distribution of patents, distribution of patent filing across top assignees, and broad subject-wise distribution. The patent subject portfolio has been divided into four broad categories: Networking, computing, infrastructure, and application areas; (i) networking -resource management, computing protocols, topology, and management, (ii) computing has been subdivided into information retrieval, imaging processes, and data security, (iii) infrastructure -control system, circuits, and sensors and (iv) applications -E-commerce, home security, health care, etc. Another report from Intellectual Office of UK [13] analyzed 22,000 published patents (which belongs to 9860 patent families, involving 7238 patent assignees and 17,756 inventors from 42 countries on IoT during 2004-2013. The main analysis provides break-up of patents data by period, distribution across countries, identification of top assignees, technology break down by IPC Group, and the extent of international collaboration involved.
OBJECTIVES
The main objectives of this study are to study the performance of global research on IoT during 2005-2014, based on publications output, as indexed in Scopus database. In particular, the study focuses on the following objectives:
• To study the growth of world literature and study its distribution by type of documents and sources; • To study the citation pattern of the global research output; • To study the contribution, global share, and citation impact of top 12 most productive countries; • To study the distribution of global research output by broad subject areas and by narrow subfields and identification of significant keywords; • To study the publication productivity and citation impact of most productive top 20 organizations and authors; • To study the leading media of communication; and • To study the characteristics of highly cited papers.
METHODOLOGY
The study retrieved and downloaded the publication data of the world and of 12 most productive countries on IoT from the Scopus database (http://www.scopus.com) for 10 years during 2005-2014. The keyword IoT was used in "title, abstract, and keyword" tag and restricting it to the period 2005-2014 in "date range tag" for searching the global publication data and this become the main search string. When the main search string is restricted to 12 most productive countries in the "country tag," as shown below, the publication data on these individual most productive countries were obtained. When the main search string is further restricted to "subject area tag," "country tag," "source title tag," "journal title name," and "affiliation tag," we got information on distribution of publications by subject, collaborating countries, organization-wise and journal-wise, etc. The citation data were collected from the date of publication until the end of April 2015. There are a number of quantitative and qualitative indicators used for measuring the research activity. Among such indicators, Relative Citation Index (RCI) is defined as the ratio of global share of citations to global share of papers.
ANALYSIS

World Output
The cumulative research output on IoT reached 6800 publications in 10 Table 1 and Figure 1 ].
Distribution of Citations
The global publications output of 6800 papers on IoT during 2005-2014 received 13,397 citations until 20 April 2015. The average citation per publication was 1.97. Around 69% of the total publications did not get any citations (zero citation) in 11 years and the rest 31.02% publications were cited one or more times. Of the total cited publications, 27.96% publications (receiving 1-10 citations) accounted for 37.98% citations share, 2.00% publications (receiving 11-30 citations) contributed 16.89% citations share, 0.51% publications each (receiving 31-50 citations) contributed 10.31% citation share, 0.40% publications (receiving 51-100 citations) contributed 13.82% citation share, and the rest 0.14% publications (receiving >100) contributed 21.00% citations share [ Table 2 and Figure 2 ].
Global Publication Share of Top 12 Most Productive Countries
The top 12 most productive countries on IoT contributed individually from 127 to 3051 papers and together contributed 5955 papers and 11,988 citations, accounting for 87.57% global publications share and 89.56% citations share of the total output during 2004-2013. The largest global publication share (44.87%) came from China, followed by USA (8.04%), Germany (6.06%), Italy (5.19%), UK (4.84%), Spain (4.19%), France (3.46%), Taiwan (2.53%), South Korea (2.34%), Switzerland (2.16%), Finland (2.03%), and India (1.87%) during 2005-2014. The highest average citation per paper impact (6.44) was made by Italy from among the top 12 most productive countries, followed by Switzerland (6.02), Finland (4.31), UK (3.71), Spain (2.99), USA (2.14), Germany (2.09), France (1.94), The priorities given to these subfields in terms of output in top 12 most productive countries are shown in Table 5 .
Significant keywords
A list of top 86 most frequently used keywords on global literature on IoT is shown in Table 6 , along with frequency of their occurrence as shown in Table 5 . The largest frequency of occurrence (5657) was for IoT, followed by internet (3112), architecture (1538), RFID (1394), sensor network (1295), security (1185), wireless sensor network (722), etc.
Profile of top 20 most productive organizations
The productivity of 20 most productive organizations in IoT varied from 37 to 194 publications and together they contributed 16.781% (1141) Eight out of 10 publications were research articles, and 1 each was a review paper and one published as a book. Of the 10 highly cited papers, 2 were without any collaborative activity, 6 were national collaborative, and 2 international collaborative papers. The list of 10 highly cited papers is given in Table 9 .
SUMMARY AND CONCLUSION
The IoT is a computing concept where all things, including every physical object, can be connected to the Internet, making those objects intelligent, programmable, and capable of interacting with each other and with humans. The term IoT is used to refer to "things" such as environments, buildings, vehicles, clothing, portable devices, and other objects that will have the ability to sense, analyze, communicate, network, and produce new information. Most of the physical objects in future will be connected with smart devices, networks, and infrastructure through the Internet. This sort of connectedness between various things has the potential to bring about the fundamental change in which they work, are developed, and are used. A widespread IoT will revolutionize consumer habits and the way we do business. As more and more information is revealed each day, IoT will transform how we communicate with machines and each other can change the world. The IoT demonstrates how the communication and connection have moved from machine-to-machine (M2M), machine-to-human (M2H), machine-to-things (M2T), things-to-things (T2T), etc.
IoT is more about smart devices and smart services that will change forever our personal and professional lives, how we live in our cities, how we travel, how we manage our lives sustainably, how we age, and how services and entertainment accompany us and adapt as our surroundings change.
The IoT research is multi-disciplinary in nature combining the study of electronic engineering and computer science, with an emphasis on internet technologies, wireless communications, sensor devices, and cloud computing.
Research and development in this area are still in its infant stage of growth. The first research paper on IoT In all, there were 10 highly cited papers with citations from 124 to 1259 per paper, and together they got 2951 citations. These highly cited papers came from 8 countries and had seen participation by 24 institutions and 41 authors during 2005-2014.
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