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ones. This was a major research issue in the area of formal programming methods 
in the late seventies (but more as a training-ground for the study of formal methods 
than for the benefit of the transformations themselves, which are of more relevance 
to compiler builders than to programmers, anyway). 
It has since been recognized that much higher levels of abstraction are required 
in order to address serious programming problems as well. This insight has given 
rise to a wealth of new, dynamically evolving lines of research in formal software 
development, of which Arsac’s book illustrates only one small facet. 
In the light of this, the terms used in the book appear to be rather turgid. “Program 
transformations” should denote more than a mere collection of specific loop optimiz- 
ations; and “analytical programming” is too high-flown a term for indicating that 
programming may proceed from recursive to iterative solutions. Last but not least, 
the creation and manipulation of recursive functions fails, in my view, to meet the 
high expectations raised by the book’s title, Foundations of Programming. 
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This book originated as a set of lecture notes for third year undergraduate applied 
mathematics students. Though adapted to meet the needs of an early masters level 
course, it has happily retained a mathematical orientation, which I suggest is now 
essential for any textbook on cryptography. No extensive background knowledge 
is assumed, as the book begins with a whirlwind tour of the mathematics on which 
cryptography draws most heavily, namely complexity theory, information theory 
and finite field arithmetic. 
Following these essential preliminaries there is a chapter outlining some of the 
principal encryption methods. It begins with a very brief review of classical ciphers, 
so brief as to make one question whether it would not be better omitted altogether. 
Their inclusion does, however, lead naturally to consideration of symmetric ciphers 
and a thorough treatment of ANSI (or in the authors’ case the equivalent Australian) 
Data Encryption Standard (DES) and its various modes of use. The chapter finishes 
with asymmetric algorithms and public key cryptosystems featuring of course the 
RSA algorithm. 
To this point the text has provided a sound and very readable introduction to 
basic modern cryptographic techniques. The treatment, however, is far from com- 
plete. Almost no mention is made of pseudorandom sequences, statistical tests of 
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randomness, or the arsenal of techniques that can be drawn on to produce approxi- 
mations to the one-time pad. As the title suggests the content of the book is not 
focused on this area, but rather on the uses to which cryptographic techniques can 
be put within computers. In this spirit the remaining chapters each focus on an area 
of cryptographic application or special interest. They provide the reader with an 
excellent overview of each, while not attempting to be definitive in any of them. 
The range of topics covered, authentication and subliminal channels, computer 
network security, cryptography in databases, smart cards, security in operating 
systems and minimum knowledge systems, is proof of the importance that cryptogra- 
phy has assumed in modern computer systems and of its dynamic growth as an 
academic discipline in the last twenty years. One of the few areas they do not cover 
is Blum and Micali’s cryptographically strong sequences of pseudorandom bits, but 
perhaps they lie a little too far from the practical. Indeed the book manages to give 
a unified perspective on the widely divergent topics it does cover, not so much 
notationally or theoretically as in terms of its practical viewpoint. This is maintained 
throughout by concrete, scaled down examples illustrating the various techniques 
presented and by comprehensive exercises with solutions. In this way 1 believe it 
serves as an excellent (and reasonably priced) introduction to the diverse applications 
of cryptography suitable for upper level undergraduates, masters students and 
interested professionals with basic mathematical skills. 
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ture Notes in Computer Science 288. By Andrzej Blikle. Springer, Berlin, F.R.G., 
1987, Price DM31.50 (paperback), ISBN O-3-540-18657-3. 
This monograph contains a recent account of Prof. Blikle’s work under the zgis 
of the MetaSoft research project. The general aims of this project are summarized 
in the subtitle to this book: to produce an applied metalanguage notation for the 
formal specification of software systems. 
It has to be said that there are several such development projects presently 
underway within Europe (i.e. z [ 111, BSI-VDM [ 11, RAISE [lo], COLD-K [9], etc.) that 
have a similar foundational basis of general predicate calculus with various (logical 
and) mathematical extensions. The MetaSoft work is a fairly conservative example 
of this type of research which takes the general theory of relations as its foundational 
starting point. In this sense, it has some obvious similarities to the z specification 
language (but without the schema calculus). However, in terms of general philosophy 
and approach (not to mention syntactic convention), it has been most heavily 
influenced by the META-IV notation and the work led by Bjorner and Jones [3,4]. 
