In this paper, we propose an effective watermarking scheme based on Radon 
Introduction
As increased interest in intellectual property rights, the demand for the copyright protection technology is getting a lot. With the development of science and copyright protection technology， many high-performance multimedia devices are produced and it produce high definition multimedia products. Thus we have to develop a corresponding technique.
Digital watermarking is an efficient solution for copyright protection, which inserts copyright information into the contents [1] [2] [3] [4] . In order to protect the information effectively, the watermarking methods should be robust to various attacks. Geometric attack, such as rotation, scaling and translation (RST) is known as one of the most difficult attacks to resist. There are lots researches resistant to geometric attacks. The existing schemes can be classified into: non-blind scheme [5] , invariant domain embedding [6, 7] , template based synchronization [8, 9] and feature-based synchronization [10] [11] [12] [13] [14] [15] [16] [17] [18] .
In the industry of film and drama, the location hunting is the important part of whole process. Even recently, a new job as location manager is beginning to come up. In this paper, we focus on the need for protecting the copyright of city image. This paper proceeds as follow. We shall first briefly introduce related concepts for watermarking schemes in section 2. Such as hologram, DFRNT, Radon transform and edge detection. In section 3, details on the image normalization is discussed in later sections and show the watermark embedding/extracting process. In section 4, we show the
Related Works

Holograms and DFRNT
Holograms were first proposed by Gabor in 1948 [19] , and coherent light interference holograms, which use two separate off-axis holograms, were released by Leith and Upatnieks in 1962 [20] . Holograms employ a technique that allows the light scattered from an object to be recorded and later reconstructed, so that when an imaging system is placed in the reconstructed beam, an image of the object will be seen even when the object is no longer present. The image changes with the position and orientation of the viewing system in exactly the same way as if the object were still present, thus making the image appear three-dimensional. The hologram recoding itself is not an image; it consists of an apparently random structure of varying intensity, density or profile.
The object wave and reference wave equation using Fourier holograms is as follows:
To restore the information representing the complex amplitude of the wave in Equation (1), we use the following expression:
Figure 1. Hologram Generation of a QR code
In this paper, we use a QR code as the watermark information. QR codes contain of square dots (black modules) arranged in a square pattern on a white background. They have become popular and many people used in a range of environments because of their fast readability and high data capacity. [21] Using hologram quantization, we can restore the QR code effectively. If a hologram (N  N) is generated using a QR code, then the range of the value which average of wavelet coefficient is (-n, n). According to observations, a minimal portion of values approach the extremes of this range, whereas above 98% of them are located in (-n/2, n/2). We can appoint a threshold range so that values outside the range are changed to the closest value in the quantization threshold range. 
Figure 2. Histograms of Hologram Values before and after Quantization
A quantization table is formed using a random integer matrix of values from 0 to m. Each M×M block of the changed hologram is matched to the relevant integer in the quantization table, and is then multiplied by this value.
The discrete fractional Fourier transform (DFRNT) is defined by Zeev Zalevsky in [22] . The randomness is generated by a random matrix. The overall process is quite similar to that by which the transform matrix of the DFRNT is obtained. The DFRNT can be defined by a diagonal symmetric random matrix. Also it is linear, unitary, indexadditive and energy conserving. However, its kernel transform matrix is random, and this affords high security in information security applications such as digital watermarking.
Radon Transform
The Radon transform is the integral transform consisting of the integral of a function over straight lines. The transform was introduced in 1917 by Radon [23] . It is widely applicable to tomography for the creation of an image from the projection data associated with cross-sectional scans of an object. The Radon transform of image function f (x, y) is denoted by R (θ, r), which is defined as follows; 
Edge Detection
For detecting the edge of an image, we must find the boundaries of the area. It is the brightness changes rapidly taking place in image. It offers important clues in the recognition with easy calculation.
Several algorithms exists, and in this paper we are focusing on a particular one developed by John F. Canny (JFC) in 1986. Even though it is quite old, it has become one of the standard edge detection methods and it is still used in research.
The Process of Canny edge detection algorithm can be broken down to 5 different steps: 1. Apply Gaussian filter to smooth the image in order to remove the noise. 2. Find the intensity gradients of the image. 3. Apply non-maximum suppression to get rid of spurious response to edge detection. 4. Apply double threshold to determine potential edges. 
Proposed Algorithm
Image Normalization
Our scheme uses image normalization resistant against rotation attack. Figure 5 . shows the process of image normalization. Through the image normalization, rotated image can be corrected.
Step 1: Detect the edge of the original image using canny detect operator.
Step 2: Linking the edge with thickening operation.
Step 3: Calculate the rotation angle and normalize image. Figure 6 . shows the process of the embedding scheme.
Figure 5. Image Normalization Process
Embedding Scheme
Step 1: Encoding the watermark message by QR code encoder.
Step 2: Transform the QR code using a DFRNT with seed β, and generate the hologram.
Step 3: Normalize the original city image and get angle value by radon transform.
Step 4: Rotate the hologram by angle θ. And get the new matrix.
Step 5: Transform them by two-depth, two-dimension Inverse DWT.
Step 6: Add original images and Step 5. 
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Extraction Scheme
The extraction process is the reverse of the embedding process, and uses the same seed β in the DFRNT. Figure 7 . shows the process of the extraction scheme.
Step 1: Normalize the marked image.
Step 2: Transform the matrix using a two-depth, two-dimension DWT, and select the subbands.
Step 3: Add the subbands and transform them by DFRNT with seed β.
Step 4: Restore them with ReHologram, and decode with QR decoder.
Step 5: If the QR decoder cannot decode the message, then distort the image. Loop the step2 to step5, until the decoder can read the QR code.
Figure 7. Watermark Extracting Process
Experiments and Results
In this paper, we used a QR code for the watermark message. QR codes consisted of black modules arranged in a square pattern on a white background. The performance of the proposed watermarking scheme was measured using the several city images with several difference size as shown in Figure 8 .
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Figure 8. City Image
The size of the QR code was 21  21 and its payload was from 72 to 152bits. It used Reed-Solomon error correction algorithm with four error correction levels. The higher the error correction level, the less storage capacity. According to the level, from 7 to 30% damaged QR Code can be restored.
For improving the accuracy of detecting, we fixed the center of image and swiveled that the pixels of image boundary move 1 notch at a time. In our experiments, the times of swiveling were 2~8 in clockwise and anticlockwise. Figure 9 -B. shows the detected Rehologram matrixes. Only the fifth matrix is QR code and the decoder can read the message of watermark. where M and N represent the width and height. Table 1 lists the PSNRs and BERs corresponding to the city images with several rotation attacks. Using the proposed method, we obtain BERs of 0-0.68%. 
Conclusion
In this paper, we proposed a digital watermarking scheme for city image. It used image normalization that it efficient in rotation attack and produces better results. We distort the image to improve the accuracy. We fix the center of image and swivel that the pixels of image boundary move 1 notch at a time. We used random seed β for security and embedded watermark after transforming by the iDWT. To evaluate the performance of the proposed method, watermark information was embedded in the wavelet-transformed domain. In rotation attack 0~20 degree, we detect the watermark with 0~0.68% BER. We used the QR code as watermark which can restore the damaged QR code. Experimental results showed that the proposed method gives robustness under rotation attacks and special effect attacks.
