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Preface
The 12th WISTP International Conference on Information Security Theory and Prac-
tice attracted research contributions covering theoretical and practical aspects of
security and privacy. Technical concepts from machine learning to real-world security,
provide a global vision of current cybersecurity concerns.
This volume contains the papers presented at WISTP 2018 held during December
10–11 in Brussels.
There were 45 submissions. Each submission was reviewed on average by 3.1
Program Committee members. The reviewing was double-blind, with the identities
of the authors not revealed to the reviewers of the papers and the identities of the
reviewers not revealed to the authors, with some papers leading to intense discussions.
The committee decided to accept 11 papers, yielding a 24% selection rate, together
with two additional short papers. The program also included three invited talks by
Amandine Jambert, Emil C. Lupu, and Damien Vergnaud.
Two papers received extra praised: “First Deep Learning Application in Security
and Privacy – Theory and Practice: A Position Paper,” received the best Student Paper
Award, and “Efﬁcient Information Theoretic Multi-Party Computation from Oblivious
Linear Evaluation.”
We would like to thank the General chairs (Jean-Michel Dricot, Olivier Markowitch,
Yves Roggeman from ULB, Belgium) and the local organizers (Gaurav Sharma,
Rajeev Anand Sahu, Dimitrios Sisiaridis, Suman Bala, Tania Ellinidou from ULB,
Belgium).
We thank all the authors and participants who contributed to make this event a great
success, the Technical Program Committee members and additional reviewers who
worked on the program, and the volunteers who handled aspects of the organization
behind the scenes. We greatly appreciate the input from members of the WISTP
Steering Committee, whose help and advice was invaluable, and the support of
IFIP WG 11.2: Pervasive Systems Security.
And we also want to thank our various sponsors (Centre for Cyber Security,
Belgium; Fédération, Wallonie-Bruxelles, Belgium; IDﬁx), whose support helped to
keep the registration costs as low as possible and at the same time allowed us to provide
best paper awards and social activities to increase the networking opportunities. We
also look forward to working together again in future WISTP events.
December 2018 Olivier Blazy
Chan Yeob Yeun
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