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 Abstract--- Bit Plane Complexity Segmentation (BPCS) digital picture steganography is a technique to hide data inside an image file. BPCS 
achieves high embedding rates with low distortion based on the theory that noise-like regions in an image’s bit-planes can be replaced with 
noise-like secret data without significant loss in image quality. . In this framework we will propose a collaborate approach for select frame for 
Hiding Data within MPEG Video Using Bit Plane Complexity Segmentation. This approach will invent high secure data hidden using select 
frame form MPEG Video and furthermore we will assign the well-built of the approach; during this review the author will answer the question 
why they used select frame steganography. In additional to the security issues we will use the digital video as a cover to the data hidden. The 
reason behind opt the video cover in this approach is the huge amount of single frames image per sec which in turn overcome the problem of 
the data hiding quantity, as the experiment result shows the success of the hidden data within select frame, extract data from the frames 
sequence. These function without affecting the quality of the video. 
 
Index Terms— Steganography, Hidden Data, BPCS, Frame Select  
 
——————————   ?   —————————— 
1. INTRODUCTION  
Steganography is the idea of hiding private or sensitive 
data or information within something that appears to be 
nothing out of the normal [1]. Steganography and 
cryptology are similar in the way that they both are used 
to protect important information. The difference between 
the two is that Steganography involves hiding 
information so it appears that no information is hidden at 
all [2]. If a person views the digital object that the 
information is hidden inside, he or she will have no idea 
that there is any hidden information, therefore the person 
will not attempt to decrypt the information, this is the 
main objective behind steganography [3]. Steganography 
comes from the Greek words Steganós (Covered) and 
Graptos (Writing), these days the sense of the word 
“Steganography” usually refers to information or a file 
that has been concealed inside a digital Picture, Video or 
Audio file [3],[4].What steganography technically does is 
to make use of human awareness; human senses are not 
trained to look for files that have information hidden 
inside of them[4]. 
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     Although there are programs available that can do 
what is called Steganalysis (Detecting use of 
Steganography) [4].  
     The most common use of Steganography is to hide a 
file inside another file. When information or a file is 
hidden inside a carrier file, the data is usually encrypted 
with a password [4]. In this paper the researchers will 
focus on steganography on digital objects not 
Steganalysis, more specifically on digital video. 
2. PREVIOUS WORKS  
In this section I will review the main Steganography 
methods that have been used in video steganography and 
previous works been done based on those methods. Some 
if not most of these methods are also used by image 
steganography [5]. 
 
2.1 Steganography in Video Files Based on the   
YCbCr Color Space 
YCbCr or Y'CbCr is a family of color spaces used as a part 
of the Color image pipeline in video and digital 
photography systems. YCbCr represents colors as a 
combination of three values:  
 
• Y - The luminosity (roughly the brightness).  
• Cb - the chrominance (roughly color) of the blue 
primary  
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• Cr - the chrominance (roughly color) of the red 
primary (Green is achieved by using a combination of 
these three values).  
 
     This technique is based on YCbCr. YCbCr space that 
can remove the correlation of R, G, and B in a given 
image, as less correlation between colors means less 
noticeable distortion. In this paper they concentrate on 
human video images, more specifically on human skin 
tones or colors for data hiding, note that human skin color 
can range from almost black to nearly colorless -
appearing reddish white due to the blood vessels under 
the skin- in different people. The objective of this paper is 
to combat the use of forged passport documents or 
national identity cards, a security measure would be to 
embed individuals’ information in their photos [6]. 
 
3. BIT PLANE COMPLEXITY SEGMENTATION  
Bit Plane Complexity Segmentation steganography is a 
modern method of data hiding. Earlier methods of image 
steganography simply replaced the least significant bits of 
each pixel with hidden data [7]. This practice had very 
low embedding rates because visual defects rapidly 
develop as more significant bits are used. These defects 
are most noticeable in areas of homogenous color, where 
they usually appear as noise-like static. As more data is 
added, the noise [8].  
     Becomes more pronounced, until the image fades to 
unintelligible static. The degradation can become obvious 
and severe with only 10 to 15 percent of the image 
replaced with secret data. On computer and television 
screens, the smallest division of color data is a pixel. In 
computer memory, each pixel is represented by a binary 
value. The more bits that are used to represent each value, 
the wider the range of colors are for each pixel. Typical 
amounts of bits per pixel (bpp) are 8, 24, and 32. With 
these binary pixel values, and knowledge of which part of 
the picture each one represents, we can construct bit 
planes [9].  
      A bit plane is a data structure made from all the bits of 
a certain significant position from each binary digit, with 
the special location preserved. In Fig 1. position (0, 0) 
from bit plane 2 is bit 2 from pixel (0, 0) in the image. 
BPCS addresses the embedding limit by working to 
disguise the visual artifacts that are produced by the 
steganographic process [10].  
      Optometric studies have shown that the human visual 
system is very good at spotting anomalies in areas of 
homogenous color,      But less adept at seeing them in 
visually complex areas. When an image is deconstructed 
into bit planes, the complexity of each region can be 
measured. Areas of low complexity such as homogenous 
color or simple shapes appear as uniform areas with very 
few changes between one and zero [11]. 
 
 
 
Fig. 1. Image pixel location (0, 0) has the binary value 
01001110. In these bit planes, black is a 0 and white is a 1. 
In the first bit plane in the figure, position (0, 0), there is a 
black zero. In the second bit plane, there is a white one, 
and so on down to the last bit plane. 
 
 
 
Fig. 2. Noise-like patch (a) and informative patch (b): (a) 
complexity 69, (b) complexity 29. 
 
      Complex areas such as a picture of a forest would 
appear as noise-like regions with many changes between 
one and zero. These random-seeming regions in each bit 
plane can then be replaced with hidden data, which is 
ideally also noise-like. Because it is difficult for the human 
eye to distinguish differences between the two noise-like 
areas, we are able to disguise the changes to the image. 
Additionally, since complex areas of an image tend to be 
complex through many of their bit planes, much more 
data can be embedded with this technique than with 
those that are limited to only the lowest planes.       In 
BPCS, the complexity of each subsection of a bit plane is 
defined as the number of non edge transitions from 1 to 0 
and 0 to 1, both horizontally and vertically[12]. 
      Thus the complexity of each section is not determined 
only by the number of one’s or zeros it contains. 
Generally, for any square of 2nx2n pixels, the maximum 
complexity is 2x2nx(2n-1) and the minimum is of course 
0. Most versions of image BPCS use an 8 pixel square, 
where the maximum complexity is 112. In Figure 2, white 
represents a one and black a zero. Both squares, and 
‘patches’, have the same number of ones and zeros, but 
very different complexities. This shows that one contains 
much more visual information than the other. The 
complex patch (A) has very little visually informative 
information; therefore it can be replaced with secret date 
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and with a very low effect on the image’s quality. 
However, if the more visually informative patch (B) was 
replaced, it would cause noise-like distortion of the 
definite edges and shapes. This technique works very 
well with natural images, as they tend to have many areas 
of high complexity. Images with many complex textures 
and well shaded objects are usually having a high 
embedded data capacity [13]. BPCS works much less well 
with computer generated images and line art, as those 
classes of images tend to have large areas of uniformity 
and sharply defined border areas. With these types of 
images, there is very little complexity to exploit and any 
changes tend to generate very obvious artifacts [14].  
     This is one flaw BPCS shares with traditional 
steganography, though for slightly different reasons. 
Traditional steganography works poorly with computer 
generated pictures because the static distortion effect 
produced by embedding is very obvious in areas of 
homogenous color [15]. 
 
4. SYSTEM OVERVIEW 
The main goal of our plan is to build a system program 
that is able to hide data in digital video files, more 
specifically in the images or frames extracted from the 
digital video file MPEG; as shown in Fig. 3.  
 
 
 
Fig. 3. Extracting Frames From Video File 
 
      The main function in this framework is steganography 
this approach carry out the dreamily protection for the 
information and make the attackers dream on getting 
data back. The algorithm work as the chart shows below, 
where unsuspected carrier with the strongest for select 
frame building the characteristic of our framework. The 
main function of the proposed approach is: 
 
• Read Frames.  
• Select Frame.  
• Hidden the Data.  
• Read Frames Sequence.  
• Extract the Data.  
 
 
 
Fig. 4. The Encode Algorithm 
 
     The figure above showing the select frame with hidden 
operation this framework give more flexibility to appoint 
the start point at which frame as well the end point, this 
new feature make the system more secure in term of 
avoiding discover the data hidden using the statistical 
Rewrite the Stego- 
Video 
End 
Apply Stego-Function 
File 
Cover not 
Ended 
Select Frame 
If video 
Size >0 
Read Buffer 
If Frame 
Size >0 
Start 
Read 
Frames
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techniques. Fig.5. is the extraction operation with the 
select frame  
 
 
 
Fig. 5. Decoding Algorithm 
 
5. EXPIREMENTAL RESULTS 
Due to the difficulty of showing the result as a video 
stream on paper, the author prefers to display the result 
on the frame of the digital video file along with histogram 
of each a single frame. The following here are extracted 
frames of a digital video file. Fig. 6. Shows the frames 
from the famous movie “The Godfather” before applying 
the algorithm, while Fig. 7. Shows the frame after 
applying the     algorithm. We can see here that there are 
no much differences between the two sets of frames 
especially for human vision system. This can tell that the 
algorithm can be applied successfully on video frames 
also to verify the algorithm by the histogram, to see the 
divergences on the frames before and after hiding data.   
From the histogram for both single frames in Fig. 6 & 7, 
its clear there is no differences between the two sets 
before and after hiding data which prove that the 
algorithm successfully hid the data into the frames 
without making a noticeable difference for the human 
vision system. 
 
 
 
 
Fig. 6. Fifteen image frames has taken from a much 
known movie. “Godfather” before any hidden operation, 
the first frame under the histogram also the three 
channels on RGB has been separated for more accuracy 
on the test. 
Start 
Extract 
Function  
Write the data  
If video 
Size >0 
Extract 
done 
Read frames Sequence  
End 
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Fig. 7. Fifteen image frames has taken from a very known 
movie “Godfather” after hidden operation, the first frame 
under the histogram also the three channels on RGB has 
been separated,  
 
6. CONCLUSION  
In this paper, a new Approach of high secure video 
steganography has been invented. The basis of this 
method is use the digital video as separate frames and 
select frame to hides the information inside. As the 
experiment result shows the success of the hidden data 
within select frame, extract data from the frames 
sequence, these functions without affecting the quality of 
the video. This framework overcome the defeat of the 
limitation of steganography approach by invited the 
biggest size cover file among the multimedia file which is 
the video. In the video steganography we have a 
flexibility of make a selective frame steganography to 
higher the security of the system or using the whole video 
too high a huge amount of data hidden. Due the security 
issues the author has select frame from the whole frames 
which is in buffer, this idea make to guarantee the 
protection of data. 
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