I. Introduction
Among all biometric traits, fingerprints have one of the highest levels of reliability and have been extensively used by forensic experts in criminal investigations. A fingerprint refers to the flow of ridge patterns in the tip of the finger. The ridge flow exhibits anomalies in local regions of the fingertip and it is the position and orientation of these anomalies that are used to represent and match fingerprints.
The uniqueness of a fingerprint is determined by the topographic relief of its ridge structure and the presence of certain ridge anomalies termed as minutiae points. Typically, the global configuration defined by the ridge structure is used to determine the class of the fingerprint, while the distribution of minutiae points is used to match and establish the similarity between two fingerprints. Automatic fingerprint identification systems, that match a query print against a large database of prints (which can consist of millions of prints), rely on the pattern of ridges in the query image to narrow their search in the database (fingerprint indexing), and on the minutiae points to determine an exact match (fingerprint matching). The ridge flow pattern itself is rarely used for matching fingerprints.
Minutiae, in fingerprinting terms, are the points of interest in a fingerprint, such as ridge bifurcations and ridge endings.
Examples are: ridge endings -a ridge that ends abruptly, ridge bifurcation -a single ridge that divides into two ridges, short ridges or independent ridge -a ridge that commences, travels a short distance and then ends, ridge enclosures -a single ridge that bifurcates and reunites shortly afterward to continue as a single ridge, spur -a bifurcation with a short ridge branching off a longer ridge, crossover or bridge -a short ridge that runs between two parallel ridges
The fig 1 illustrates the types of minutiae. There are many types of minutiae but the focus when matching is only on the two main minutiae, ridge ending and ridge bifurcation. When a ridge ends abruptly, that point is known as ridge ending or ridge termination and when a single divides into two, that point is known as ridge bifurcation. 
II. General Identification System
There are two types variations in fingerprint matching, large intra-class(variations among different impressions of the same finger) and small inter-class variations(images of different fingers may appear quite similar). Fingerprint matching is a difficult problem due to these variations. Three fundamental reasons for the large intra-class variations are partial overlap, non-linear distortion, and sensor noise. Due to rotation and displacement of the finger placed on the sensor, there is often only a partial overlap between the template and query fingerprint images. This problem is more severe in the case of small solid-state sensors that are being increasingly deployed. The mapping of a three-dimensional finger into a two-dimensional image results in nonlinear distortion. Further, changes in the applied finger pressure and skin conditions (dry skin, sweat, etc.) cause a change in the thickness of the ridges. Noise introduced in the fingerprint sensor in the form of residues left over the sensor surface due to repeated usage also contributes to the intra-class variations. Although it is unlikely that impressions of different fingers are identical in all respects, they may be quite similar in terms of their global structure and ridge orientations. This can lead to a number of false matches when the matchers rely on global features alone. The results of the Fingerprint Verification Competition 2004 (FVC2004) show that even the state-of-the-art fingerprint matchers do not achieve extremely high accuracy when the database contains images of poor quality. The best (commercial) fingerprint matcher in FVC2004 had an equal error rate (EER) of 2.07% indicating that fingerprint matching remains a challenging task in the field of pattern recognition and image processing. 
System Level Design
There are three main stages in the fingerprint recognition process. First one is the acquisition of fingerprints, second one is marking of minutiae points and final stage is the matching of minutiae. Optical or semiconductor sensors are used for fingerprint acquisition. These sensors have good efficiency and acceptable accuracy except for some cases that the user's finger is too dirty or dry. However, the testing database for my project consists of scanned fingerprints of FVC2002 DB1(that is fingerprint images of FVC2002's databse1).
As the name indicates minutiae extractor stage is used to mark the minutiae points. Minutiae extraction is done in three stages image preprocessing, minutiae marking and post-processing as shown in figure4. For the post-processing stage, a more rigorous algorithm is developed to remove false minutia. The minutia matcher chooses any two minutiae as a reference minutia pair and then matches their associated ridges first. If the ridges match well, the two fingerprint images are aligned and matching is conducted for all the remaining minutiae.
IV. Proposed Algorithm
The fig 6 illustrates the process involved in my project and these steps are discussed below in detail.  Initially the fingerprint database FVC2002 DB1 is loaded with 72 Images. Each of the fingerprint is classified to be input fingerprint whose minutiae are extracted.  The template fingerprint is read and its corresponding minutiae are extracted.  Before the minutiae are extracted the fingerprint is subjected to the following operations: Enhancement, making mask, filtering minutiae and filtering false minutiae.  Extracted minutiae consist of the corresponding coordinates of the ridge, it's direction and angle.  Initially comparison is done using Jiang algorithm. The steps are given below A. Jiang algorithm  Initially comparison is done using Jiang algorithm. The steps are given below  The Euclidean distance between each of the pairs of input and template fingerprints is calculated.  The average angle is also calculated.  Similarity level is then calculated by choosing weights of each of the feature vectors and applying respective equations.
 The row number and column number where the maximum similarity level occurs is retrieved.  Using the above obtained values the corresponding feature vectors are obtained.  Due to Non linear deformation and false minutiae matching, global structures is used for final alignment.  A Bounding box is taken with parameters [10 16 10] and similarity level is computed using the below equations  The final matching score is computed using B. Novel algorithm  Due to more time and more no of computations, a Novel algorithm is proposed which is an improvement over Jiang algorithm.
 For each minutiae , from the input and template fingerprint, we create their local structures and  For each pair of local structure, we calculate its similarity value using Jiang algorithm equation  We eliminate all pairs of local structures that have a similarity value less than LocalScoreTHr (new threshold).Only the principal minutiae for each pair of local structures is retained.  We sort all minutiae pairs selected in local matching phase descendent order according to their similarity value.  We align all minutiae of input fingerprint and validate them using the Boundary box parameters.  Finally, we compute the final matching score Ms.
C. Modified algorithm  To further improve the algorithm in terms of correct algorithm, we propose a modified algorithm for fingerprint matching  After extracting all the local features of both the input and template fingerprint, they are transformed to their corresponding polar coordinate system.  The Euclidean distance vector and theta vector are then compared with the threshold values and every time a variable is incremented if it is below the threshold level.  Finally the Similarity index is calculated using the Equation S = sqrt(n^2/C1*C2) n : variable that is incremented. C1 : Minutiae of input C2 : Minutiae of template  All the Similarity levels obtained by the 3 algorithms are compared with a threshold value to conclude which input fingerprint matched with the template fingerprint.  The matched fingerprint numbers are displayed.  The time elapsed for each of the 3 techniques is also displayed.
False Matching rate (FMR) and False Non matching rate (FNMR) is also calculated and displayed. 
V. Results

VI. Conclusion
For an efficient minutiae matching algorithm fmr should be low and fnmr should be high. This can be achieved by using Modified algorithm.
