Entanglement is a fundamental resource in several quantum communication schemes used for quantum-key distribution (QKD), teleportation or quantum repeaters. In the case of QKD, using pairs of entangled photons allows the exchange of random but yet correlated qubits used for the distribution of a cryptographic key. Most sources of entangled photon pairs use spontaneous parametric down-conversion (SPDC) in quasi-phase matched (QPM) periodically poled (PP) crystals or waveguides, which allow collinear emission of the emitted pairs. Long crystals are needed there to increase the yield of emitted pairs and narrow their bandwidth. The latter is a necessary condition to minimize chromatic dispersion in the fiber, which limits transmission distance as a spread of the wave packet requires a longer gate time of the single photon detector and thus increases its noise. Narrowband photons are also required for compatibility of the source with current high speed optical networks, which operate with 0.8 nm spacing between channels in a typical WDM environment. At the same time, WDM provide the means to multiplex in the same optical fiber each qubit-encoded photon with the synchronization pulse needed to gate the single photon detector at the receiver side. Multiplexing would naturally limit the cost of deploying quantum cryptography, as no dedicated fiber would be needed for the quantum channel, which carries an intensity of only -100 dBm average power at 1 Mbps. However, about 100 dB isolation is necessary to avoid cross-talk between the quantum and the synchronization channels.
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We built a brighter, more narrowband and portable source using two 50 mm long orthogonally oriented, quasiphase-matched crystals. The new source generates polarization-entangled photon pairs at 809 nm and 1555 nm at a maximum rate of 1.2 x 106 s-1 THz-1 mW-1 after coupling to single-mode fiber. We measured a bandwidth of only 0.5 nm at 1555 nm. With this narrow bandwidth, photons could be transmitted over 150 km of single-mode fiber without the need to compensate for chromatic dispersion. For transmission experiments, we multiplexed the quantum and synchronization channels in a WDM environment, and with only 0.8 nm spacing between them we achieved a detected rate of 1.1 1xIO s-1 photon pairs with a raw visibility of 85 00 in all measurement bases after transmission over 27 km of single mode fiber (see Fig. 1 ). With the current isolation of about 100 dB achieved between channels, we expect the quantum channel could even be multiplexed with a classical data channel. 
