This minitrack is a venue for innovative research that rigorously addresses the risks to information system security and privacy, with a specific focus on individual behaviors within this nomological net. Domains include work related to detecting, mitigating, and preventing both internal and external human threats to organizational security. Papers may include theory development, empirical studies (both quantitative and qualitative), case studies, and other high-quality research manuscripts.
This minitrack provides IS/IT researchers a collaborative forum to share their research approaches. We have attracted the skills and insights of scholars from a wide set of disciplines, presenting a mix of theoretical and applied papers on threats and mitigation.
This year the minitrack features nine papers covering a range of behavioral privacy and security topics and methods. These papers are summarized below as follows: 
