Considering the results of the 3.20 Cyber Attack, leaks of personal information by card companies, and so on, convenience and efficiency cannot be guaranteed without security as a prerequisite. In addition, it is more likely that customers' interests seem to be interfered with in financial institutions than in any other industry. Therefore, when a security accident occurs, users may suffer mental damage and monetary loss, leading to class action, customer defection, loss of reputation, and falloff in international credibility, which all may have a significant effect on the business continuity of corporations. This study integrates the representative information security certification systems in order to improve the efficiency of information security management and demonstrate the necessity of information security management system certification for the financial sector. If the certification is needed, we would like to recommend the desirable development direction.
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2) The holding rate of same and similar items in overall check items [1] As the contents for financial related laws were not reflected on ISMS; [2] As required items on the life cycle which check legal standard on the generation through destruction of personal information are not reflected; [3] As the required items on the protection of information was well reflected on the current criteria, but they don't come out clearly 
