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· Editorial
In "Puppetnets: Misusing Web Browsers as a Distributed Attack Infrastructure," Antonatos et al. demonstrate that an attacker can use existing Web languages, protocols, and security policies to create powerful botnet-like attack infrastructures. They also describe several partial countermeasures to reduce the effectiveness of such attacks. Finally, in their article "Thwarting E-mail Spam Laundering," Mengjun Xie, Heng Yin, and Haining Wang discuss ways to detect and suppress proxy-based spam activities-which are an enabling factor in the current spam epidemic-close to their sources.
We are thankful to all who contributed to this special issue: the referees for their helpful and insightful comments, the authors for their hard work and their patience, and Editor-in-Chief Michael Reiter for his encouragement and support.
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