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Introduction 
Recent improvements in technology are leading to a rapid rise in both the volume of data being produced by research and the scope for its 
reanalysis using novel techniques and combinations of datasets. Good planning is essential if you are to get the full benefit of your own ideas 
while ensuring good value for money for funders through wide reuse. 
A data management plan (DMP) serves two key purposes: 
1. It provides a framework to help you get the most out of your research data, making it easier to communicate the way you work with 
collaborators and prompting you to consider aspects of data management which may be new to you; and 
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2. It demonstrates to funders and commercial partners that you are taking responsibility for data they have funded or supplied, in the same 
way that a “Justification of resources” shows how you intend to use their funds responsibly. 
Data management planning should not be overly time-consuming and the level of detail should be proportionate to the size and nature of the 
project. For a 6-month pilot study, a few bullet points will suffice, whereas a 10-year project costing several million pounds will require more 
depth. A DMP should also gather together information which may previously have been captured elsewhere, in a Case for Support or Ethics 
Statement for example, freeing up more space to argue the merit of your project. 
What is data? 
All research conclusions are reached and defended by building reasoned arguments on a base of evidence. Some of this evidence will already 
exist in the scholarly record, but this is constantly being added to by the collecting and generating of new evidence. For the purpose of this 
document, the phrase research data (often shortened to data) refers to any such evidence on which research conclusions are based.  
Why plan for data management 
Because accidents happen 
The only way to protect your work from disasters such as fire and theft is to plan and take preventative action. This also has the added benefit 
of protecting you from more common accidents, such as accidentally saving over an important file. 
Because it can help recruit participants 
If you rely on the willingness of commercial collaborators or members of the general public to contribute, perhaps by providing sensitive 
commercial or personal data, a well-written data management plan can help. It demonstrates to potential participants that not only do you 
intend to protect their interests and keep their contribution confidential but also specifically how you will do so. This will give your participants 
the confidence to be more open, and may convince them to give more candid responses to questionnaires or interviews. 
Because it helps to create impact 
Data management planning helps you to recognise opportunities for reusing data beyond its original intended purpose, and to create 
opportunities for others to collaborate with you in unexpected new directions. These, in turn, can be used to demonstrate the potential or actual 
impact of a project to your funder, by contributing to a “Pathways to Impact” statement or a final report. It has also been shown that published 
articles whose underlying data is available receive more citations than average1. 
1 Piwowar, H.A., Day, R.S., Fridsma, D.B., 2007. Sharing Detailed Research Data Is Associated with Increased Citation Rate. PLoS ONE, 2(3), pp.e308. 
Available from: doi:10.1371/journal.pone.0000308 [Accessed 26 July 2013]. 
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Because it demonstrates integrity 
Revealing raw data to peer reviewers, for example, can be a valuable way to respond to queries, but may not always be possible or desirable. 
Even if not, a sound data management plan can be used to respond to peer review by: a) demonstrating how the data was handled and 
analysed to ensure its validity; and b) explaining why it is not possible to reveal the data. 
Because your funder requires it 
All of the RCUK funders (and many similar funding bodies and charities) expect projects they fund to write a data management plan or sharing 
statement, and all (except EPSRC) require that plan to be submitted through Je-S at the point of application. By ensuring that your data 
management plan fulfils your own needs, you can make this exercise a valuable part of your research project. 
Because it protects your intellectual property 
In England and Wales, publicly-funded research data is subject to the Freedom of Information Act, and can therefore be requested under the 
Act. It is often undesirable for research data to be revealed to the public in this way, especially when it relates to an on-going project with 
publications or patents in the pipeline. A key defence against such a request is the intention to publish at a later date, so a data management 
plan that clearly shows a plan to publish the data after the end of the project can protect against premature disclosure being forced. 
How to approach data management planning 
Saving yourself time 
Many elements of a DMP will be the same or similar for every project you undertake – we encourage you to keep note of these and reuse them 
to save yourself time and reduce the probability of error. You can gather these recurring elements into a standing personal-, group- or 
department-level DMP and publish this through Opus so that you can reference it in a project DMP instead of repeating yourself. A group-level 
DMP template is available to help you. 
Adapting to the situation 
Circumstances change, or simply become clearer, during a research project. If part of a data management plan is no longer appropriate, it can 
and should be changed. Some of the benefits of a data management plan are only realised at the end of a project, and these will be lost if the 
plan is out of date. 
Involving the right people 
If a data management plan identifies actions or resources that you need help with, you should contact the relevant people as early as possible. 
This may include: 
 Colleagues within your department for advice on issues particular to your discipline or to pool resources; 
 BUCS to gain access to appropriate infrastructure, such as secure research storage; 
 RDSO for information about the requirements of particular research councils; 
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 The Library for general advice on data management and for information on how data can be catalogued, archived and preserved in the 
long term.  
Completing the plan 
Administrative details 
This section records some basic details to ensure that the DMP is associated with the correct project and Principle Investigator. 
Data creation/collection 
This section collects information about the type of data you will be using, along with where and how it will be obtained. This information will be 
useful later when you come to archive and possibly publish your data. 
Heading Guidance Why is this required?
What existing sources of 
data will be used? 
If you will be reanalysing existing data (your own or belonging 
to someone else) using new techniques, or combining multiple 
sources of data, you should describe this here. If the data you 
need for your research does not yet exist (i.e. you will be 
producing new data), describe the gap or cross-reference to 
your Case for Support. 
If you are reusing existing data, you should also consider what 
processing will be required to bring it into a useable form. If 
specific expertise is required for this, you should allow staff 
time and possibly training in the budget. 
If you will not be reusing existing sources of data, state that 
here. 
Research Councils and other funding bodies 
are reluctant to fund the creation of data 
which they consider has already been 
collected. You should demonstrate that you 
have considered other sources of data. 
What are the 
characteristics of the 
data? 
Give a brief overview of the type of data you will be using and 
how much (try to give a numerical estimate, in MB/GB/TB), 
along with what file types will be used and what software will 
be required. If possible, suggest how this data will grow during 
the course of the project. 
Information about types of data and software 
will enable the University to plan for the long-
term preservation of your data. Information 
about volume will enable BUCS to model 
storage demand and continue to provide a 
high-quality storage service. 
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Heading Guidance Why is this required?
How will the data be 
collected? 
Here you should indicate in general terms how your data will 
be collected: will it be from a one-off, unrepeatable event, from 
a series of experiments or gathered continuously over a period 
of time? 
This will help you understand how difficult the 
data will be to replace, and thus how much 
effort needs to go into keeping it safe. 
Who owns the copyright 
and intellectual property 
involved? 
Briefly state who owns or will own the data. Refer to the 
University’s Intellectual Property Policy2: for single-institution 
projects ownership will usually lie with the University. 
In a multi-partner project, you should outline which partner 
owns what intellectual property and what rights other partners 
have to use it. This should have been set out in the 
collaboration agreement. 
If you are using secondary data, give an idea of the licensing 
restrictions that apply. 
This will be useful to refer to later in your 
project, if questions arise about what can be 
done with a particular piece of data and by 
whom. This is particularly important when 
archiving or publishing. 
How will the quality of the 
data be guaranteed? 
Data quality is a measure of how accurate and reliable it is, 
and whether it is valid for the purpose intended Outline how 
the quality of data3 will be assured, from the original collection, 
through digitisation/transcription, to checking, validation and 
cleanup. Consider calibration and both manual (e.g. peer 
review, double entry) and automatic (e.g. validation rules) 
checks. 
Documenting quality control procedures and 
sharing them within the project team will help 
ensure that everyone understands what’s 
expected of them. 
This will also help when offering data to an 
archive for long-term preservation, as it gives 
a simple way of showing compliance with 
their quality criteria. 
2 See the University of Bath Intellectual Property Policy: http://www.bath.ac.uk/ipls/legal/ippolicy.html
3 See, for example, “Managing & Sharing Research Data” (UKDA), page 14: http://data-archive.ac.uk/media/2894/managingsharing.pdf
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Data management, documentation and curation 
This section considers how data will be organised and described during the life of the project. It should be written as a day-to-day reference for 
members of the project team, and will help to ensure that data is still available and comprehensible when you come to write up results for 
publication. To support this, your data will need to be held safely and securely, in an organised way that the whole project team understands. 
Heading Guidance Reasoning
What will be the primary 
storage medium and 
location? 
Describe where you will store your main copy of the data. If 
secondary copies are stored elsewhere, describe how you will 
keep these in sync. Wherever possible, store your master copy 
on the BUCS network storage service (1TB available free to all 
funded projects), as backup and security will be taken care of 
for you. 
See also the following section, “Data security”, on page 8 
Clarity on which copy is the master and 
confidence that it is up to date will ensure 
that no-one wastes time analysing old or 
incomplete data. It will also support the 
transparency and integrity of your research. 
How will files and folders 
be named? 
Describe how the project’s files will be organised. You may 
already have some rules that you follow; in that case just 
document them here. A simple example scheme might look 
like: 
<ProjectCode>/<ReactionProduct>/ 
Analysis/YYYY-MM-DD <Technique>.xls 
Having a clear, simple policy will help you 
and others find the right files later on, when 
some time has passed since saving the 
original files and you come to analyse, 
archive or share the data. 
How will the data be 
described and 
documented? 
Describe how the context required to interpret the data (known 
as metadata or, occasionally, paradata) will be recorded. This 
could be as simple as recording this context in a “README” 
document placed in the same location as the data file(s) it 
describes. Some software, including Microsoft Office, allows 
such information to be recorded as “properties” in the file itself. 
If there are established practices for this in your research area, 
such as codebooks or lab notebooks, you can briefly refer to 
these. 
Being able to accurately interpret data after 
the passage of time is just as important as 
being able to find it, and to aid in this some 
additional description must be held with the 
data. Considering, early on, how this will be 
done will save time later. 
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How will file versioning 
be managed? 
If only the latest version of each file needs to be kept, then 
they can simply be overwritten. A more powerful technique is 
to include a version number, date and/or author’s initials in the 
filename when saving. This can be combined with the “Track 
changes” feature, available in many software packages, when 
collaborating. 
For some purposes, especially tracking changes made by 
multiple authors or recording the development of software 
code, dedicated version control software can be useful4. 
It is very easy to lose important information 
by accidentally saving over an existing file. 
Considering how new versions of a file will be 
handled will help to prevent this, as well as 
providing a valuable record of how the work 
and the thinking around it developed. 
What metadata standards 
and formats will be used? 
There are a number of general and specialised standards for 
describing data at various levels.5 The simplest and most 
widely applicable is Dublin Core6, which describes 15 elements 
(such as Title, Creator and Subject) that are the bare minimum 
required to describe any dataset, document or other object. A 
number of areas have defined “minimum information” 
standards which should be used where applicable7. There are 
also a number of machine-readable forms in which standard 
metadata can be recorded. 
Using well-documented standards means 
that important information about your data 
can be understood by the professional 
curators who will be responsible for its long-
term preservation after archiving. 
Understanding at least the Dublin Core 
elements and ensuring you record the 
relevant ones for your data will make 
archiving and publishing your data easier. 
How will non-digital data 
be catalogued, described 
and stored? 
Describe how non-digital data (such as written notes) will be 
incorporated into the plan so that they, too, can be kept safe 
and shared where appropriate. This could be as simple as 
scanning them at regular intervals, though in some cases 
physical storage options such as a fireproof safe may be 
necessary. These materials should also be catalogued and, 
ideally, cross-referenced with the rest of the project’s data. 
Taking simple actions, such as digitising 
handwritten notes, enables these non-digital 
objects to be shared and backed up in the 
same way as digital data. They will need to 
be kept in order to respond to queries arising 
through peer-review and after publication. 
4 See for example: Ram, K., 2013. Git can facilitate greater reproducibility and increased transparency in science. Source Code for Biology and Medicine, 8:7. 
Available from: http://dx.doi.org/10.1186/1751-0473-8-7 [Accessed 26 July 2013]. 
5 See, for example, http://www.dcc.ac.uk/resources/metadata-standards
6 See http://en.wikipedia.org/wiki/Dublin_Core#Simple_Dublin_Core
7 See http://en.wikipedia.org/wiki/Minimum_Information_Standards
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Data security 
This section considers how to keep your data safe from accidents and malicious attacks. Data or information security comprises two key 
aspects. First, data must remain intact and available to those who need to use and access it. Second, unauthorised access to the data must be 
prevented. These two aspects are intertwined, since some backup techniques can lead to unintended release of private information, and 
unauthorised access to data can be used to destroy or corrupt it rather than to steal. 
Heading Guidance Reasoning
What is the nature of any 
security requirements? 
If any particular security requirements apply, list them here 
along with the obligations they require. Such requirements 
may arise, for example, from legislation, such as the Data 
Protection Act (1998), from contractual obligations such as 
non-disclosure agreements, from a desire to protect an 
innovation prior to patenting or because the research is 
potentially controversial.  
This section should flag up whether there is a 
need for additional security precautions 
beyond what would be regarded as the 
University’s standard level. 
What are the main risks 
to data security? 
List the potential risks which may arise from unauthorised 
access to your data. These risks will vary according to the 
nature of your research, and may already have been identified 
as part of ethical clearance or contract negotiations. Consider 
who might wish to access or damage your research data, for 
what reason and what harm might result. You may find it 
useful to also consider the likelihood and impact of each risk. 
For more assistance, contact your local IT supporter, who will 
be able to provide guidance and, if necessary, refer you to the 
IT Security Manager for further advice. 
An understanding of the risks to data 
security, along with the relative danger that 
they pose and the likelihood of their being 
realised, is key to deciding what steps must 
be taken to protect that data. Some security 
techniques, such as encryption, bring their 
own risks, and cost both time and money, so 
should not be applied without careful 
consideration. 
What measures will be 
taken to comply with 
these requirements and 
mitigate the risks? 
Consider the probability and potential impact of the risks listed 
above This may include both physical security measures 
(storing materials in a safe/locked filing cabinet, swipe-card 
access to buildings/labs) and technological measures 
(restricting file access, strong password policy, encryption, 
avoiding cloud storage such as Dropbox). 
This will serve as a reference to all involved 
in the project, including support staff at the 
University. 
Writing your data management plan Page 9 of 17  
Heading Guidance Reasoning
To whom will access be 
granted/restricted? 
List the people or roles, both within and outside the University, 
that will be allowed access to the data. If appropriate, mention 
what scope their access will be restricted to and what actions 
they should be permitted to take (e.g. view, edit, delete). 
Also specify which person or people will have the authority to 
grant additional access should the situation change in the 
future.  
This will be useful when setting up storage 
services, and if security is particularly strict, 
will provide a reference for members of the 
team as to who is allowed access to what. It 
can also be used to show potential 
participants how widely their private 
contributions will be seen. 
It will also indicate whether there is a need 
for data to be shared outside the university 
during the life of the project – if so, this will 
need to be handled in some way. 
How will resilience be 
guaranteed? 
Describe how you will ensure your data remains available to 
you and uncorrupted during the project. It should be backed up 
regularly (ideally automatically) and both working copies and 
backups should be periodically tested to ensure they are free 
of errors and that the backups can still be restored. Care must 
also be taken to ensure that backups are not subject to the 
same or greater risk as working copies; for example, external 
hard drives are often stolen with the laptops they sit next to, 
and USB storage devices are usually not password protected. 
The simplest way to ensure resilience is to use the University’s 
shared network storage system. If it is not possible to use the 
network storage, you should describe in full your resilience 
policy. 
This will help you assess whether your data 
would still be safe and available to you in the 
event of an accident or disaster, and whether 
there might be simpler or more effective 
ways to guarantee this. 
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Data archival and preservation 
There are many good reasons for archiving data after the end of a project. You may wish to continue using it for future projects, or make it 
available so that others can perform novel analyses (see also the following section on publication). You will probably need to refer to it when 
responding to queries about your publications, and this can often lead to new collaborations if handled well. There may also be legislative 
reasons why it must be kept for a minimum period; this is the case, for example, for research relating to aircraft design. 
Heading Guidance Reasoning
How will long-term 
preservation be assured? 
Specify where your data will be archived after the end of the 
project. Some funding bodies run their own archives and data 
centres, notably ESRC and NERC, and in many disciplines 
there are well established national and international data 
centres, archives and databases. You may be able to find a 
suitable place to archive at the Registry of Research Data 
Repostories8, Databib9 or DataCite10. If possible, you should 
use one of these locations as they have funding and expertise 
to look after specialised data.  
All publicly-funded research is now required 
to archive data for a minimum period after 
the end of the project (check with your funder 
for details), and publishers increasingly 
require archival of data associated with 
published articles. Your answer to this 
question will demonstrate how you intend to 
achieve this. 
8 Register of Research Data Repositories: http://service.re3data.org/search/
9 Databib: http://databib.org/
10 DataCite repository list: http://www.datacite.org/repolist
Writing your data management plan Page 11 of 17  
Heading Guidance Reasoning
What data must be 
retained, for how long 
and in what format? 
Describe the elements of the data that will need to be retained 
after the end of the project. If the exact data that you will 
collect is not finalised, describe how you will select data for 
archival. This could be based, for example, on scientific or 
historic value, potential for re-use or cost of collection. NERC 
has published a data value checklist11, which is useful for most 
research areas. At an absolute minimum, you should archive 
all data underlying published work. 
Record the length of any minimum retention period, which will 
depend on the policy of your funder and on legislative 
requirements. If the data must be disposed of after a specified 
period, note this here too. 
For each element of data, list an appropriate format for 
archiving it. This would usually be the format you would use 
when sharing data with colleagues in your discipline (even if 
you don’t intend to share this particular data). Suitable formats 
will usually be open standards, and not tied to a particular 
piece of software. If possible the format should be readable 
using a simple text editor. 
The UK Data Service provides advice on appropriate archival 
formats12. 
It is usually not useful to keep absolutely 
everything from a project. Setting out in 
advance what you do and do not need to 
keep, and for how long, will make these 
decisions much easier at the end of the 
project. Your chosen archive/data centre will 
also require this information so they can 
manage your data appropriately. 
This question will also flag up what 
conversions will need to take place (if any) 
before your data can be archived. Proprietary 
file formats tied to specific software are 
usually preferable during a project (because 
they take advantage of the unique features of 
that software), but archived data must be 
protected against the risk of obsolete 
software. 
11 NERC data value checklist: http://www.nerc.ac.uk/research/sites/data/documents/data-value-checklist.pdf
12 UK Data Service recommended formats: http://ukdataservice.ac.uk/manage-data/format/recommended-formats.aspx
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Heading Guidance Reasoning
What 
metadata/documentation 
must be deposited with 
the data? 
Describe here any documentation and other information, such 
as codebooks and details of provenance, which will be 
necessary for your data to remain useful into the future. 
This may be as simple as cross-referencing the previous 
section of the plan, but check with your chosen archive for 
specific requirements. 
Even if you don’t share your data, archiving 
the information needed to interpret it will help 
future members of your research team to get 
up to speed quickly, and aid your 
collaborators. Most archives will only accept 
data that is suitable for reuse, which requires 
contextual information. Listing the 
requirements here will help you ensure you 
have all the documentation ready at the end 
of the project, saving you time. 
Who will have long-term 
responsibility for the data 
after the project ends? 
In many cases, responsibility should pass to your chosen 
archive after the end of the project — contact the archive to 
check whether this is the case. If you choose to take long-term 
responsibility yourself, you will need to satisfy reviewers that 
you have adequate processes and infrastructure to do so. 
Recording this responsibility in advance will 
reduce the possibility of confusion later, and 
will also help the University ensure that all 
data generated here is properly looked-after. 
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Data publication and access 
This section will help you understand whether or not it is appropriate to share your data after the project, and in what form. Published data 
usually has its own persistent identifier, such as a DOI (Digital Object Identifier), and can be cited as part of the scholarly record. Data that has 
almost no on-going value when kept private can have enormous value when published, forming the basis of a meta-analysis or providing 
opportunities to validate novel analytical techniques. 
Heading Guidance Reasoning
Do you have an 
obligation or intention to 
publish/share your data? 
Most major research funders have policies on what data must 
be shared at the end of a project, and many publishers require 
it as a condition of publication. Many researchers choose to 
share their data even if they are not obliged to. This question 
requires a simple yes/no answer, along with a reference to the 
source of the obligation if relevant. 
This will serve as a reminder of any 
conditions attached to your funding. 
What secondary use is 
intended or foreseeable? 
Briefly describe any potential future uses of your data that you 
can foresee. This should include further use by you and your 
team as well as reuse by the wider academic community. 
This will help you to understand what data 
could usefully be shared, who might be able 
to use it and how they might access it. Don’t 
forget, though, that the most creative and 
valuable applications may be ones that 
require knowledge from a domain outside 
your own or that aren’t yet possible. 
What difficulties are 
expected in sharing? 
Describe any difficulties which impose limitations on whether, 
how and when you can share your data. You should also 
explain what measures will be taken to overcome these 
difficulties. For example, sensitive data may be more widely 
shared if anonymised, “fuzzed”13 or summarised, and it may 
only be possible to share a subset or processed version of a 
very large dataset. 
This question is particularly important if you 
are unable to share any data, or if you intend 
to impose an embargo or restrictive license 
conditions. You must justify these restrictions 
by showing that there is no other reasonable 
way to overcome the difficulties. 
13 Randomly altered in such a way that bulk statistics are preserved, but individuals are no longer identifiable. 
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Heading Guidance Reasoning
What data will/will not be 
published as outputs 
from the project? 
Describe which elements of your data will be of value to other 
researchers. This will be a subset of the data that you consider 
worth archiving.  
If no data is to be shared, you should justify clearly why not. It 
is important to demonstrate that you have considered ways of 
overcoming any potential difficulties (see below). 
Setting out clearly which data you expect to 
share will mean that you (and your team) can 
manage it more carefully throughout the 
project without wasting effort on data which 
will never be shared. 
Remember that other researchers often wish 
simply to understand your publications better 
(which would lead to more citations and 
potentially to collaboration), and not always 
to use the data for their own research. 
How will potential users 
discover the 
data/metadata? 
Describe the combination of methods you will use to ensure 
that data you share will be found by others. Possible ways of 
doing this include: deposit in an established specialist archive 
or database in your discipline; submitting to a journal as 
supplementary information with a paper, or to a dedicated data 
journal; deposit in a self-archiving system such as or 
figshare14; dissemination via a personal or project website; 
personal networking at conferences. 
There are many benefits to sharing your 
data, but it takes some effort, and those 
benefits will not be realised if no-one can find 
that data. In addition, easily-findable data 
creates extra opportunities for potential 
collaborators, students, employees and 
employers to learn about you. Planning how 
it can be discovered will help ensure you get 
the most value from your data (and your 
publications). 
14 figshare: http://figshare.com/
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Heading Guidance Reasoning
How will continued 
access be guaranteed? 
Describe how those who wish to access your data will be able 
to do so. Many of the options for discoverability mentioned 
above, as well as many archiving options (see previous 
section) also provide for access. 
If data is made available only by request to you (as the 
corresponding author on a paper, for example), you should 
describe how you will ensure you continue to be able to 
receive and respond to such requests. Web links should be 
checked periodically to ensure they still work as intended. 
This will flag up any preservation actions you 
need to take near to or after the end of the 
project. 
When will the data be 
published? 
State and justify any embargo on the release of data. It is 
accepted in most research areas that even if you do plan to 
share your data you can expect a reasonable period of 
exclusive use, to give you time to publish or to file patents for 
example. Most research funders impose limits on this15 and 
you should have a strong justification for any embargo. 
This will be required when submitting to an 
archive, to ensure they do not make your 
data public prematurely. It is also important 
to discuss this when sharing data privately, to 
ensure those requesting your data do not 
release it before the embargo has expired. 
What license conditions 
and other restrictions will 
apply? 
Specify what terms the data will be released under. You can 
either indicate the license which applies to your data when it is 
published, or negotiate an ad hoc agreement in response to 
particular requests. You can also use a dual licensing strategy, 
permitting some rights automatically to all users and agreeing 
additional rights for specific users (such as collaborators or 
commercial companies) on request. 
Some open licenses suitable for data can be found at Open 
Data Commons16. If you wish to negotiate license terms with 
someone, you should seek advice from the University’s 
Intellectual Property and Legal Services17. 
Potential users of your data cannot own it; 
they can only use it under license, according 
to the terms in that license. You will need to 
know what license you wish to use when you 
publish your data, and should be prepared to 
discuss this when responding to private 
requests. Setting this out here will save time 
and confusion later, especially if more than 
one of the original researchers might want to 
pass on the data. 
15 For example, BBSRC allows no more than 3 months after publication of the relevant journal article under normal circumstances. 
16 Open Data Commons – Licences: http://opendatacommons.org/licenses/
17 University of Bath Intellectual Property and Legal Services: http://www.bath.ac.uk/ipls/
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Roles, responsibilities and resourcing 
This section will summarise who is responsible for carrying out the plan and how any costs will be met. 
Heading Guidance Reasoning
Which named roles or 
individuals have specific 
data management 
responsibilities? 
Under the University’s Code of Good Practice in Research the 
PI (or lead supervisor in the case of a postgraduate project) 
has ultimate responsibility for research data management. Set 
out how this responsibility will be delegated, to research team 
members, technicians and professional services within the 
university. If delegating outside your immediate research team, 
be sure to discuss this with the people and services involved. 
Some examples of data management roles have been 
assembled by the Digital Curation Centre18. 
Explicitly listing roles and responsibilities will 
reduce the chance of misunderstandings. It 
will also flag up the need for involvement by 
those outside your immediate team. 
What relevant policies at 
the University of Bath and 
partner institutions 
apply? 
This may include: 
 University of Bath Code of Good Practice in Research
 University of Bath IT Acceptable Use & IT Security
policies 
 Any standing department, group or personal data 
management policy or plan which has been published 
 The research data policy of your funder 
 Any collaboration or non-disclosure agreement relating 
to the project 
 Any similar policies applying to your partners 
This will provide a quick reference to check 
on any data-related obligations as the project 
proceeds. 
How will adherence to 
this plan be checked 
and/or demonstrated? 
You may wish to briefly discuss your data management plan in 
interim or final reports, or to cover it periodically in project team 
meetings. This should not be onerous, and should fit with the 
way you and your project team work. 
Some funders explicitly require data 
management to be mentioned in final reports. 
Even if not explicitly required, it will reflect 
well on you when making future applications. 
18 See Digital Curation Centre – Roles: http://www.dcc.ac.uk/resources/roles
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Heading Guidance Reasoning
When will implementation 
of this plan be reviewed 
and by whom? 
Describe how often this plan will be reviewed and who will be 
responsible for doing so. 
Your plan will provide no value at all if it is 
simply written and then filed away. It will 
need to be checked periodically so that you 
can be sure that it is still being followed and 
is still fit for purpose. 
What resources will be 
required to implement 
this plan? 
List whatever extra staff time, training, funding for services and 
other costs you have identified that are necessary to deliver 
the plan. 
If you have identified costs for archiving the data or preparing it 
for archive, you should allow time to complete these activities 
so that the cost falls within the project lifespan. RDSO can 
provide further advice on what can be included in your budget. 
This section will flag up RDM-related costs 
which will need to be included in the project 
budget. Some resources will be available 
from the University already, but those that 
are not will need to be funded. Most funders 
regard data management costs as allowable 
as long as they are justified and incurred 
within the life of the project. 
