Based on the research and analysis of traffic detectors, it is found that the existing vehicle detection equipment is generally vulnerable to environmental interference and the detection effect cannot meet the current traffic demand. Therefore, an automatic detection method of traffic flow parameters based on symmetrical difference was put forward. This method collects the traffic flow parameters through wireless sensor nodes. Since the safety transmission protocol of VANET (Vehicular Ad Hoc Networks) can maximize the safety channel capacity, it transmits the traffic flow parameters to the data acquisition and control equipment of the upper computer through the cross layer pre-balanced safety transmission protocol of VANET in the wireless communication unit. The data acquisition and control equipment of the upper computer uses the traffic flow detection method based on the symmetrical difference to obtain the details of the moving objects in the traffic flow so as to realize the independent detection of the traffic flow parameters of the vehicle-borne sensor equipment. Experimental results show that the designed method has anti-interference abilities for the noise and light changes. Meanwhile, this method can completely extract moving objects from the traffic flow and can improve the detection effect of the moving objects in the traffic flow. Thus, the effectiveness of the proposed method can be fully verified.
Introduction
With the rapid development of national economy and the continuous improvement of living standards, the popularization of automobiles becomes an inevitable trend. With the rapid growth of motor vehicles and traffic flow, urban traffic is facing enormous pressure [1] . According to the statistics, the growth rate of the total mileage of a highway is 2.5%, while the annual growth rate of vehicles is more than 10%. The growth rate of vehicles is far beyond the growth rate of roads [2] . The traffic congestion, traffic accidents, and traffic environment restrict the construction and development of economy, so it has become a common problem faced by all countries. The developed countries and developing countries are suffering from worsening traffic issues [3] . Therefore, we have to consider new ideas to solve the traffic problem.
Traditionally, the way to solve the traffic problem is to solve the contradiction between vehicle and road. There are two common ways: The first is to control demand, and the most direct way is to limit the increase of vehicles. The second is to increase supply [4] . But these methods have their limitations, so they are not good methods in the current condition. It is necessary to find other methods to meet the increasing traffic demand. Meanwhile, the transportation is a complex and comprehensive system, and it is difficult to solve the traffic problems only from the perspective of the road or vehicle.
In order to solve the traffic problems, some traffic flow parameter detection methods are proposed. In Reference [5] , an improved recursive wavelet transform-based algorithm is proposed to detect traffic flow outliers and changes. Firstly, according to the 3-sigma principle, the monitoring threshold method was set to realize the real-time warning of traffic flow status. Secondly, by using the improved recursive wavelet transform statistics, combined with the wavelet composite information, the characteristic frequency and the optimal search length of the wavelet transform were selected to detect and estimate the abnormal points and change points of traffic flow quickly, so as to realize the on-line monitoring of traffic flow status. The simulation results show that this method can detect the traffic flow parameters, but it has the disadvantage of poor anti-noise performance. In Reference [6] , a method of stray current distribution and monitoring in urban rail transit depot is proposed. The parameters related to stray current in the depot were tested onsite. It was found that a large amount of stray current in the ground entered the depot track during the operation of the line and flowed to the main line through the one-way conduction device. The current, rail ground potential, soil potential gradient, and stray current flowing through the one-way conduction device were analyzed based on the parameters, such as the stray current direction, the distribution law of stray current in the depot, and the relevant parameters of traffic flow, which were are obtained to realize the monitoring. Experimental results show that this method can completely extract moving objects in traffic flow, but it is easy for it to be infected by the environment and has low denoising coefficient. In Reference [7] , the optimization method of urban traffic flow prediction and signal control is proposed. The number of vehicles in the next detection area was predicted according to the model of joint driving and lane changing. The traffic action of the intersection was then modeled by graph theory. On this basis, an efficient vehicle scheduling algorithm based on a graph was designed to realize the detection of traffic flow parameters. The results show that the method was easily interfered by light and the application effect was not good.
Therefore, an autonomous detection method for traffic flow parameters of in-vehicle sensing equipment based on symmetrical difference is put forward. Experimental results show that the proposed method can adaptively update the background in real-time and overcome the influence of changes in external conditions on the moving target detection.
Materials and Methods

Autonomous Detection Method for a Traffic Flow of Vehicle-Mounted Sensor Based on Symmetrical Difference
Establishment and Update of Background Model
The steps of establishment and update:
Step 1: The video cache window of traffic flow was built and the images were extracted from the traffic flow video, in which 16-frame images were cached for extracting subsequent background models. The average gray value of the pixels in the same position was calculated as the pixel value of this point in the background image.
where n represents the number of image frames and g represents the threshold value.
Step 2: Each frame was read in turn and the threshold g was extracted, whose calculation formula is:
The binary image of the frame in the traffic flow video image was calculated according to the threshold g:
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Step 3: The background model B(x, y) was updated by the calculated binary difference image E(x, y):
where B n is the gray value of the background image of the traffic flow video at the pixel point (x, y), E n is the gray value of the binary difference image at pixel point (x, y), I n is the n-th frame input image, and α is the coefficient of iterative speed and its value is 0.02.
Step 4: The number of iterations was j. The minimum value was 1 and the maximum value was the total number of pixels in the traffic flow video image. j was accumulated once, and then we returned to Step 3 and executed the cycle. When the number of iterations was the same as the maximum number, the iteration ended.
In conclusions, the specific steps are shown in Figure 1 .
Step 
where n B is the gray value of the background image of the traffic flow video at the pixel point   , x y , n E is the gray value of the binary difference image at pixel point   , x y , n I is the n-th frame input image, and  is the coefficient of iterative speed and its value is 0.02.
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Autonomous Detection of Traffic Flow Parameters Based on the Fusion of Multiple Symmetric Differences and Background Subtraction Target Extraction
The flow chart of autonomous detection for the traffic flow parameter based on the fusion of multiple symmetric differences and background subtraction target extraction is shown in Figure 2 . 
The flow chart of autonomous detection for the traffic flow parameter based on the fusion of multiple symmetric differences and background subtraction target extraction is shown in Figure 2 .
When the traffic flow scene changed slowly or the target moved in or out of the background, the basic idea of the background updated: In each cycle, the methods of multi-symmetry difference and background subtraction were used to find the moving area of the traffic flow parameter. The background pixels in the traffic flow parameter moving area were unchanged, while the background of the fixed area was updated by current pixels. The specific steps:
Step 1: Each frame was preprocessed by denoising, graying, and histogram equalization.
Step 2: Seven consecutive frames were read to find out the middle frame I k (x, y), following three frames, I k−3 (x, y), I k−2 (x, y)... I k+3 (x, y), and the difference image TD of the background frame B k (x, y), TD stands for differential image.
Step 3: Six symmetrical differences and the background subtraction results of Step 2, were filtered and binarized and then a morphological opening operation was carried out. After that, a small area and burr were removed, and the holes in the target area were filled so as to improve the spatial connectivity of video objects.
Step 4: The operation was performed on six symmetrical differences in Step 3 to get the target regions of the traffic flow parameter movement. Meanwhile, the operation was performed on the background subtraction difference image to get the traffic flow parameter movement, namely CD 1 ,
Step 5: The operation was performed on the results of Step 4 to get the target area D(x, y):
Step 6: After the moving target area D(x, y) of the traffic flow parameters was obtained, we used the accumulation method to eliminate the influence of noise, and thus to judge whether the moving target existed in each pixel. A x (x, y) was defined as the cumulative number of times that the pixel (x, y) did not change continuously at k-th frame. If this pixel belonged to the motion region of the flow parameter, A x (x, y) was zeroed. Otherwise, A x (x, y) added 1 on itself.
Step 7: When point (x, y) did not change in succession for depth times, we saw that this point was a fixed point. We then updated the current pixel value as the background point. Otherwise, point (x, y) was a moving point. We kept the gray value of the background pixel unchanged. In order to improve the adaptability for small changes in traffic environment, for the background pixels which were accumulated more than the depth times without change, the current frame and the current background frame in the video sequence were adopted for the weighted average to update the background.
(
where λ denotes the threshold value.
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Step 8: We returned to step 1 and judged whether there was a certain number of frames between them. If yes, the background needed to be updated. Otherwise, we continued the cycle. In this article, the multiple symmetric difference method and background subtraction method are combined to propose a new method which can adapt to the slow changes of the external environment, especially the slow changes caused by light. The accumulated method was used to eliminate the errors. When objects were moved in or removed from the detection scene, the background updated in time, so that the extracted traffic flow parameters were more accurate. When the traffic flow scene changed slowly or the target moved in or out of the background, the basic idea of the background updated: In each cycle, the methods of multi-symmetry difference and background subtraction were used to find the moving area of the traffic flow parameter. The background pixels in the traffic flow parameter moving area were unchanged, while the background of the fixed area was updated by current pixels. The specific steps:
Step 2: Seven consecutive frames were read to find out the middle frame   
Step 3: Six symmetrical differences and the background subtraction results of Step 2, were filtered and binarized and then a morphological opening operation was carried out. After that, a small area and burr were removed, and the holes in the target area were filled so as to improve the spatial connectivity of video objects. 
Architecture Design
Because most of the vehicle body belonged to the metal magnetic material, the vehicle may have disturbed the geomagnetic field while driving [8, 9] . This kind of geomagnetic disturbance could be detected by the geomagnetic sensor. In the running process of a vehicle, the vehicle body blocked the light and cast shadows on the road surface, resulting in the change of light intensity on the road surface [10, 11] . The change of light intensity on the road surface could then be detected by the photosensitive element. According to the geomagnetic disturbance caused by the vehicle and the change of road light intensity, the basic parameter information, such as the vehicle length and speed, could be obtained by data processing and data analysis so that some parameters, such as the traffic volume, average speed, and lane occupancy, could be obtained through the driving parameter of a single vehicle [12, 13] .
The hardware structure of the method contained the wireless sensor node and the data acquisition and control equipment of a host computer. The wireless sensor node included the sensor data acquisition unit, the wireless communication unit, and the power supply unit. The data acquisition and control equipment of host computer included the microcontroller, the wireless communication unit, and the USB (Universal Serial BUS) interface. The multi in-car sensing equipment sensor was designed by the data acquisition unit. It was set on the roadside or vehicle body to collect traffic flow parameters, which were then transmitted to the data acquisition and control equipment of the host computer through the wireless communication unit, in which the power supply unit was mainly Symmetry 2020, 12, 72 6 of 13 responsible for the power supply. The host computer data acquisition control method received the traffic flow detection data through the wireless communication unit and then obtained the details of the moving objects in the traffic flow by the traffic flow detection method based on symmetrical difference. The overall architecture of the method of autonomous detection for the traffic flow parameter of the in-vehicle sensing equipment based on symmetrical difference is shown in Figure 3 .
data acquisition unit, the wireless communication unit, and the power supply unit. The data acquisition and control equipment of host computer included the microcontroller, the wireless communication unit, and the USB (Universal Serial BUS) interface. The multi in-car sensing equipment sensor was designed by the data acquisition unit. It was set on the roadside or vehicle body to collect traffic flow parameters, which were then transmitted to the data acquisition and control equipment of the host computer through the wireless communication unit, in which the power supply unit was mainly responsible for the power supply. The host computer data acquisition control method received the traffic flow detection data through the wireless communication unit and then obtained the details of the moving objects in the traffic flow by the traffic flow detection method based on symmetrical difference. The overall architecture of the method of autonomous detection for the traffic flow parameter of the in-vehicle sensing equipment based on symmetrical difference is shown in Figure 3 . The wireless communication unit in the architecture adopted a cross-layer pre-balanced safety transmission protocol of VANET. The VANET is a self-organizing communication network which carries on the traffic vehicles. It can provide various services such as vehicle to vehicle communication, traffic information sharing, traffic security and so on. The main design idea was to share the channel state information between the network layer and the physical layer by cross-layer transparent transmission, so that the pre-equalization process of the channel based on channel characteristics for the sending nodes in physical layer could be achieved and the safe channel capacity could be maximized. In the specific implementation, the identity of the malicious node in VANET was divided into two categories: the malicious nodes inside the method architecture and the malicious nodes outside the method architecture [14, 15] . The common point was that they could get the transmission signal from the wireless channel. The difference was that the malicious nodes in the The wireless communication unit in the architecture adopted a cross-layer pre-balanced safety transmission protocol of VANET. The VANET is a self-organizing communication network which carries on the traffic vehicles. It can provide various services such as vehicle to vehicle communication, traffic information sharing, traffic security and so on. The main design idea was to share the channel state information between the network layer and the physical layer by cross-layer transparent transmission, so that the pre-equalization process of the channel based on channel characteristics for the sending nodes in physical layer could be achieved and the safe channel capacity could be maximized. In the specific implementation, the identity of the malicious node in VANET was divided into two categories: the malicious nodes inside the method architecture and the malicious nodes outside the method architecture [14, 15] . The common point was that they could get the transmission signal from the wireless channel. The difference was that the malicious nodes in the method architecture had detailed communication parameters, so it was difficult to prevent. Through the design of the routing algorithm, the threat of nodes could be effectively reduced. The main design methods: (1) Control the number of known nodes in the process of information transmission and reduce the number of potential malicious nodes in the method architecture; (2) improve the information security transmission capacity by the maximization rule.
The routing process of the cross-layer pre-equalization method is shown in Figure 4 . In the process of establishing and updating the route based on geographical location, the nodes were strictly limited to obtain the geographic location information of nodes that were not related to them, but the wiretap nodes were unable to use the channel state of the overall route for information restoration so that the safety of information transmission could be ensured. The route information stored from node A to node G was reduced in turn, and the information that the back-end node had nothing to do with the current node that was reduced, so that it was able to interfere with the illegal data during the information transmission and improve the transmission security of information at the physical layer [16] [17] [18] .
wiretap nodes were unable to use the channel state of the overall route for information restoration so that the safety of information transmission could be ensured. The route information stored from node A to node G was reduced in turn, and the information that the back-end node had nothing to do with the current node that was reduced, so that it was able to interfere with the illegal data during the information transmission and improve the transmission security of information at the physical layer [16] [17] [18] . The information transmission process in VANET was divided into three stages: sending, relay routing, and receiving. We then discussed its safety performance. Figure 5 shows the information transmission process in which the transceiver was a single node. The source node transmitted the information to the receiving node through the relay route. The information received by the first relay routing node was 1 X , the information received by the malicious eavesdropping node was 1 Z , and the information received by the receiving node was 1 Y . According to the existing theories, the capacity of safe channel is: The information transmission process in VANET was divided into three stages: sending, relay routing, and receiving. We then discussed its safety performance. Figure 5 shows the information transmission process in which the transceiver was a single node. The source node transmitted the information to the receiving node through the relay route. The information received by the first relay routing node was X 1 , the information received by the malicious eavesdropping node was Z 1 , and the information received by the receiving node was Y 1 . According to the existing theories, the capacity of safe channel is: When VANET adopted the regional cooperation mode, the source node cooperated with the surrounding nodes to complete the information joint sending and the selection of relay routers [19, 20] . The destination node cooperated with the surrounding nodes to complete the information receiving. The secure channel capacity under this model is: When VANET adopted the regional cooperation mode, the source node cooperated with the surrounding nodes to complete the information joint sending and the selection of relay routers [19, 20] . The destination node cooperated with the surrounding nodes to complete the information receiving. The secure channel capacity under this model is:
where I(S 2 ; Y 2 ) is the mutual information between the sending node and the receiving node, indicating the amount of information received by the receiving node. According to the three processes of regional cooperation, such as the sending cooperation, relay routing, and receiving cooperation, the mutual information is I(S 2 ; Y 2 ), which can be further divided into the sending cooperation Symmetry 2020, 12, 72 8 of 13 mutual information I(S 2 ; X 2 ) and receiving cooperation mutual information I(S 2 ; X 2 , Y 2 ). The regional cooperation increased the amount of information. Meanwhile, the relay routing was better and channel capacity was larger under multi-node cooperation. Compared with the single node information transmission, the regional cooperative information transmission had the following inequality.
According to Formula (3), I(S 2 ; Y 2 ) ≥ I(S 1 ; Y 1 ). When the malicious nodes had the same ability to obtain information, that is to say, I(S 2 ;
. Therefore, C 2 ≥ C 1 . It can be concluded that the secure channel capacity of the regional joint mode was larger than that of the single node mode. Figure 6 shows the VANET regional collaborative information transmission. Figure 6 . Schematic diagram of VANET regional collaborative information transmission.
Results
In order to verify the effectiveness of the proposed method, we need to carry out experimental analysis to verify the effectiveness of this method.
Experimental Environment and Parameter Setting
The experimental environment of this paper was OpenCV VS2008, the computer configuration was i5 2.27 GHz/2 GB, and the experimental video resolution was 1920 × 1080 PPI. In the experiment, my sea was selected as the basic data set and the data was analyzed by MOA (Massive Online Analysis). Due to the different vehicle speed and traffic volume, different videos were selected as the experimental objects, and the differences between the methods in References [5] [6] [7] and the methods in this paper were compared to verify this paper and the validity of this method. 
Experimental Test Index
Comparison of Independent Detection Accuracy of Traffic Flow Parameters under Noise Interference
Since the noise had a certain impact on the image, we compared the anti-noise effect of different methods, selected a monitoring video, extracted different noise points in the video as the detection object, marked them as 1-5, and got the results of the independent detection accuracy of traffic flow parameters under different noise interference, as shown in Figure 7 . 
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Experimental Environment and Parameter Setting
Experimental Test Index
Comparison of Independent Detection Accuracy of Traffic Flow Parameters under Noise Interference
Since the noise had a certain impact on the image, we compared the anti-noise effect of different methods, selected a monitoring video, extracted different noise points in the video as the detection object, marked them as 1-5, and got the results of the independent detection accuracy of traffic flow parameters under different noise interference, as shown in Figure 7 . According to the analysis of Figure 7 , for different noise points, the methods of References [5] [6] [7] and this paper had different accuracy rates of traffic flow parameter autonomous detection. The highest accuracy of the Reference [5] method was 49%, the highest accuracy of the Reference [6] method was 65%, and the highest accuracy of the Reference [7] method was only 15%. In comparison, the highest accuracy of this method was 70%, which was higher than the traditional method. An analysis of the trend of several methods shows that the method in this paper had the largest growth. From the above analysis, it can be seen that the accuracy of traffic flow parameter detection results obtained by this method was higher under different noise interference, which shows that this method can reduce the interference caused by noise and the detection results are more reliable.
Comparison of Independent Detection Accuracy of Traffic Flow Parameters under Light Interference
In addition to the interference factor of noise, light was also an important factor affecting the accuracy of independent detection of traffic flow parameters. Therefore, the accuracy of independent detection of traffic flow parameters by different methods under different light intensity was compared. The light intensity is represented by a value of 1-5. The larger the value, the lower the light intensity. Figure 8 shows the comparison results. According to the analysis of Figure 7 , for different noise points, the methods of References [5] [6] [7] and this paper had different accuracy rates of traffic flow parameter autonomous detection. The highest accuracy of the Reference [5] method was 49%, the highest accuracy of the Reference [6] method was 65%, and the highest accuracy of the Reference [7] method was only 15%. In comparison, the highest accuracy of this method was 70%, which was higher than the traditional method. An analysis of the trend of several methods shows that the method in this paper had the largest growth. From the above analysis, it can be seen that the accuracy of traffic flow parameter detection results obtained by this method was higher under different noise interference, which shows that this method can reduce the interference caused by noise and the detection results are more reliable.
In addition to the interference factor of noise, light was also an important factor affecting the accuracy of independent detection of traffic flow parameters. Therefore, the accuracy of independent detection of traffic flow parameters by different methods under different light intensity was compared. The light intensity is represented by a value of 1-5. The larger the value, the lower the light intensity. Figure 8 shows the comparison results. According to Figure 8 , under the interference of different intensities, the accuracy of independent detection of traffic flow parameters of different methods was different. On the whole, the higher the light intensity, the lower the accuracy of different methods. However, the accuracy of this method was still higher than that of the traditional method, which shows that the degree of light interference of this method was low and it can get reliable detection results. Figure 9a shows the constellation diagram of receiving traffic flow signals by destination node G. Figure 9b shows the constellation diagram of receiving traffic flow signals by malicious node F. Due to the role of channel pre-equalization, the constellation diagram of node G is clear and distinguishable, while the constellations of node F are mixed and disorderly, and the useful traffic flow signals cannot be distinguished. The bit error rate was high. Therefore, it is known that the channel capacity of destination node is larger than that of the malicious node, so that a certain of secure channel capacity can be obtained. Based on this secure channel capacity, the data at the physical layer can be transmitted safely through secure channel coding. For this reason, the proposed method chooses node G to realize the data transmission of traffic flow. The methods of Reference [5, 6] and the method of this paper were used to detect the traffic flow parameters in Figure 9a , and a comparison was made to test the denoising coefficients of the three methods. The results are shown in Table 1 . The methods of Reference [5, 6] and the method of this paper were used to detect the traffic flow parameters in Figure 9a , and a comparison was made to test the denoising coefficients of the three methods. The results are shown in Table 1 . According to the data in Table 1 , compared with the three methods, the denoising coefficient of this method was the largest, with an average value of 0.9874, while that of the Reference [5] method was 0.9075 and that of the Reference [6] method was 0.8604. According to the above data, the denoising performance of this method was the best.
Analysis Results of Denoising Performance of Different Methods
In different conditions, we tested the accuracy of this method and the traditional method and got the conclusion that this method was better than the traditional method. In order to further scientific verification, the accuracy of this method was significantly tested. The traffic flow parameters not using the method in this paper were used as the control group, and the test results obtained by the method in this paper were used as the experimental group for a significance test; the t value and x 2 value were used for inspection, respectively, and if p < 0.05, the difference was statistically significant. The results are shown in Table 2 . According to the data in Table 2 , the p value between the experimental group and the control group was less than 0.05, statistically significant, which shows that the method in this paper can obtain more accurate detection results and the results are reliable.
Discussion
Traffic accidents, vehicle breakdowns, climate change, and other contingencies may occur whether there is urban or rural traffic. If they are not found and handled in time, it is bound to cause traffic jams and even traffic accidents. The function of the traffic flow parameter detection method is to monitor the information of these incidents in real-time and take effective control measures to solve them. Specifically, its functions were as follows:
(1) The information of abnormal changes of traffic conditions of expressway in real-time was collected;
the information was processed scientifically in time; we released it by the variable message sign and roadside broadcast and reported the road conditions to drivers;
(2) We provided the road users with the best driving route and running speed in real-time so as to realize the dynamic balance of traffic flow on the road network through the variable speed limit sign, variable message sign, and ramp control equipment; (3) We sent emergency information and relevant instructions to the rescue departments, such as hospitals and public security, and organizations, such as the service area and maintenance work area; (4) The information monitoring of mechanical and electrical equipment included the display and control of equipment operation status, the detection and response between routes, the link and transmission delay detection, the configuration parameter tracking, and the network management data test.
In this article, the symmetrical difference algorithm was applied to the process of traffic flow parameter detection. A method to automatically detect traffic flow parameters of a vehicle-mounted sensor system based on the symmetrical difference was then designed. This has achieved good results in practical application. In the detection of traffic flow parameters, the denoising method was as high as 0.9874, so it has considerable application value.
Conclusions
To a certain extent, the proposed method is not sensitive to the environment, so it overcomes the shortcomings of the traditional method to detect traffic flow. Meanwhile, this method can extract reliable backgrounds and can adopt different adaptive background update strategies in different scenes, ensuring the accuracy of the background image. Therefore, the extracted traffic flow background image is more accurate and the detection results of traffic flow parameters are more accurate. In the detection process, the proposed method can overcome the interference of noise, so it has good anti-interference performance.
On the basis of this research, we should further research the algorithm of traffic flow parameters acquisition based on sensor information and the multi-mode release of traffic detection parameters. Based on the sensing information, we should make full use of various sensing information and study the data fusion algorithm so as to further improve the detection accuracy, the detection reliability, and the anti-interference ability of the equipment. Although the method in this paper has some application effects, the efficiency of the traffic flow parameter detection still needs to be improved. This index is of great significance to the real-time traffic flow detection, so it will be taken as the research focus in the future to further optimize the method in this paper.
