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FeatureThe unstoppable spread of online social networks and user-generated content 
has created an unprecedented opportunity to study human behaviour on all 
scales from the individual through to networks of hundreds of millions.  
Michael Gross reports. 
What makes people click? Mysterious culture: Some online social networks evolve a distinct culture and iconography, 
like ancient Egypt, only more rapidly. (Photo: Guillaume Lelarge/Wikimedia Commons.)A mysterious new culture has been 
born. “We are like ancient Egyptians. 
We communicate with pictures, 
we worship cats, and nobody 
understands us.” This paraphrases 
a post that was reblogged many 
thousands of times on the blogging 
site Tumblr. While the site doesn’t 
have pyramids, pharaohs or slaves, it 
does indeed have a distinct cultural 
identity setting it apart from networks 
like Facebook and Google+, although 
it ostensibly offers the same service, 
namely sharing interesting things with 
a network of friends and like-minded 
people. 
Many of the online social networks 
and other platforms allowing users to 
share content have evolved distinct 
cultures in very short time spans. 
The hallmarks are often known even 
to people who never used the sites. 
Thus, Twitter’s terminology including 
tweet, retweet and hashtag has 
entered the general usage, as have 
Facebook’s ‘like’ button, pokes, 
and timelines. While some of these 
features are default options conjured 
up by site developers, others have 
emerged all by themselves. For 
instance, retweets started when users 
copy-pasted content and labelled it 
‘RT’, and was only given an automatic 
button later on (and to a chorus 
of disapproval from the hardcore 
users). And nobody programmed 
shitstorms into Twitter, online bullying 
into Facebook, or edit wars into 
Wikipedia. 
All the diversity of behavioural and 
cultural phenomena we see every 
day on today’s user-driven web has 
evolved extremely rapidly. Whereas 
bygone cultures took centuries or, 
in the case of ancient Egypt, even 
millennia to develop, flourish, and 
decay, the life cycle of an online 
culture can be completed in less 
than a decade, which also makes it 
very convenient as a model system 
for the study of the human beings 
linked together via their electronic 
devices. As these sites tend to archive 
gigantic amounts of information on 
the interactions between their users, 
often even in publicly accessible form, 
these recent developments offer a 
wholly unprecedented opportunity 
for social scientists to study human 
behaviour on a variety of scales from 
a spat between two individuals to the 
emergence and evolution of networks 
spanning the globe.
Setting up
The birth of a new online culture 
is often shrouded in the mist of 
legend, and also highly dependent 
on the decisions made by the small 
number of people initially involved. 
Thus, there may not be much general 
insight to be drawn from this phase 
by sociologists. However, as danah 
boyd, an ethnographer of teen culture 
and online behaviour, has pointed 
out, some crucial properties of the 
embryo network can shape the way it 
will continue to function when it has grown by many orders of magnitude 
(Comm. ACM (2012) 55, 29–31). 
For instance, Facebook originated 
within Harvard University, in an 
environment that people considered 
safe, and where they didn’t mind 
revealing their full name and personal 
details. This was in contrast to most 
other online communities existing at 
that time, where pseudonyms were 
still the rule, and users only revealed 
their real names to others who they 
had learned to trust. 
The use of real names and the 
perception of a safe environment have 
become part of the Facebook culture, 
even if today there are more than a 
billion users and not all of them are 
necessarily trustworthy. 
By contrast, Google+ originated 
as a global network set up by the 
company when it was already 
dominating much of the online world. 
In this drastically different founding 
situation, as danah boyd points out, 
Google’s insistence that users sign up 
with their real names didn’t go down 
so well, and led to fierce conflicts and 
desertion of users. 
Generally, it may be a better idea 
at the start not to be too prescriptive. 
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Tweet, tweet: The distinct communication culture of Twitter, which largely emerged from its 
user community, has had a large influence both online and offline. (Photo: Anne Knowlton.)The example of Twitter shows that 
simply offering a communications tool 
with very few strings attached (apart 
from the famous 140-characters limit) 
can inspire users to grow their own 
culture on that basis. And it’s not just 
specific memes like the #followfriday 
recommendations of people worth 
following – even the hashtag tool 
itself was an invention suggested 
by users. As Steven Levy described 
it in Wired magazine in November 
2009: “Essentially, Twitter left a ball 
and a stick in a field and lurked on 
the sidelines as its users invented 
baseball.”
Similar freedom, even without 
the length limit of posts, has also 
facilitated the emergence of Tumblr 
as a culture of high dynamism and 
creativity. Ironically, even though 
much of the Tumblr content is swirling 
around (as the name suggests) 
due to endless reblogging, the way 
internet memes are used, remixed, 
and mashed up on Tumblr still shows 
a remarkable amount of creativity 
unleashed by its predominantly young 
user base. 
Weathering the shitstorms
As the networks grew to encompass 
hundreds of millions of users 
around the globe, their very different 
management styles continued to 
shape their interactions with the ‘real 
world’, such as politics and business. 
The anarchy and dynamism of Twitter has more and more frequently led to 
instances where Twitter phenomena 
broke out from the echo chambers of 
the site itself and produced palpable 
consequences, including court cases 
and resignations. 
Politicians have learned to fear 
the virtual mobs on Twitter. While 
angry comments on newspaper 
sites or forums tend to passively 
sit there waiting to be found, the 
exponential growth dynamics of 
retweeting means that anger equipped 
with a catchy hashtag can quickly 
escalate to a ‘shitstorm’ where many 
thousands of users get drawn in. 
Twitter can additionally reinforce such 
phenomena through the trends list, 
where the fastest-growing topics are 
listed, so users not aware of a debate 
may see the hashtag on the trending 
list and then join in. Participants 
in such commotions may then get 
motivated to take action in the real 
world, such as join demonstrations or 
change their voting intention.
The Twitter hivemind tends to 
spread an anarchic and creative 
response to any threats from 
authorities. Thus, when a twitter 
user in the UK faced trial for jokingly 
threatening to blow up an airport, the 
offending tweet was repeated many 
thousands of times with the hashtag 
#IamSpartacus. 
In some European countries, 
including Sweden and Germany, pirate 
parties have become political forces to be reckoned with, representing 
‘digital natives’ on issues like state 
regulation of online privacy and 
copyright. Their main characteristic 
is the use of state of the art online 
processes for the political process, 
including Twitter for open debates and 
‘liquid feedback’ for the generation 
of motions to be brought before the 
party committee. 
All these electronic manifestations 
of human behaviour are an 
unprecedented opportunity for 
sociologists and psychologists, as 
they create massive datasets that 
are easily accessible and searchable. 
Researchers are only beginning to 
exploit this resource. For instance, 
Sebastian Funk from Princeton, in 
collaboration with colleagues in 
London has analysed the structures 
of communities within Twitter and the 
extent to which specific peculiarities 
of language can identify users as 
members of such communities, 
which are defined as “parts of the 
network that are more strongly linked 
within themselves than to the rest 
of the network” (EPJ Data Science 
(2013) 2, 3).
Studying only English-language 
communications between 250,000 
Twitter users, Funk and colleagues 
assumed linkage between two users 
only if they had mutually addressed 
tweets at each other. Applying the 
methodology of statistical physics 
and network theory, they established 
the connective structure of the 
network and identified communities. 
On average, members of these 
communities addressed 91% of their 
directed communications to others 
within the same group. 
Analysing the language use 
within the communities, the 
researchers found that certain words 
and spellings are indeed strong 
indicators of membership of specific 
communities. For instance fans of 
teen idol Justin Bieber like to use 
endless variations of the singer’s 
name (in order to fool the algorithm 
that detects trending topics), but they 
also have a soft spot for lengthening 
the end of a word (pleasee) and 
for pulsating hearts: <33. Similar 
patterns emerge for communities 
held together by an appreciation 
of the Twilight Saga, of food, or of 
graphic novels. Ethnic communities 
noticeable in the analysis include 
African Americans as well as users of 
South Asian descent. 
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Fighting spirit: Conflicts between internet users are part of the proceedings on many sites, 
from the spats in the comments underneath newspaper articles to the edit wars on some Wiki-
pedia entries. Diverging opinions on historical events and current political issues are common 
reasons for fighting. (Artwork: Eugène Delacroix La Liberte Guidant Le Peuple (28 Juillet 1830) 
Musée du Louvre © 2007 Musée du Louvre/Angèle Dequier.)The authors conclude that the 
use of language could in future 
studies serve as a shortcut to identify 
members of such communities 
without having to go through 
extensive network analysis. While 
this will be an asset for systematic 
research into online behaviour, it may 
also raise fears over privacy issues, as 
did another recent study analysing the 
habits of Facebook users. 
To like or not to like 
While Twitter still makes headlines 
with the anarchic creativity of its 
users, reports about Facebook are 
more likely to feature the docility 
of members handing over personal 
information to an increasingly sinister-
looking organisation that will at some 
point exploit this information to turn a 
profit and satisfy the shareholders. 
A key feature of Facebook’s 
success and of the unprecedented 
wealth of information it collects about 
its users is the ‘like’ button, which by 
now is present almost everywhere 
on the web, including on the online 
version of this article. As the ‘Likes’ 
from all sorts of different online 
activities end up on Facebook’s 
servers, the company gains specific 
information about each user that 
is extremely valuable for targeted 
advertising. 
A recent paper in PNAS showed 
just how transparent Facebook users 
have become. Michal Kosinski and 
colleagues from the University of 
Cambridge analysed the ‘Likes’ of 
58,000 volunteers, who also agreed 
to provide private information for 
comparison (Proc. Natl. Acad. Sci. 
USA (2013) http://doi/10.1073/
pnas.1218772110). For each 
participant, between one and 700 
Likes were publicly available, with 
a median of 68 Likes per person. 
In these datasets, the researchers 
discovered correlations between the 
visible Likes and private information 
which Facebook users may not want 
to share, including sexual orientation, 
political views, and whether or not 
their parents have split up. 
This finding is good news for 
Facebook’s business model, 
allowing the company to lure 
advertisers with the promise of 
precise targeting to well-defined 
groups of users. It is perhaps less 
welcome news for individual users 
who have so far assumed that 
they are using the social network only to exchange views on pop music 
and football matches, while keeping 
their personal information private. 
It is easy to imagine scenarios where 
deduced information relating to private 
matters could fall into the wrong hands 
and lead to tragic consequences 
for the people involved. The authors 
acknowledge this problem but close 
their paper on an optimistic note, with 
the hope “that the trust and goodwill 
among parties interacting in the digital 
environment can be maintained by 
providing users with transparency and 
control over their information, leading 
to an individually controlled balance 
between the promises and perils of the 
Digital Age.”
A demonstration version of the 
program is available at http://www.
youarewhatyoulike.com, allowing 
Facebook members to find out 
predictions of five character traits 
(openness, conscientiousness, 
extraversion, agreeableness, stability) 
based on their Likes. In case you 
haven’t realised it yet, the author 
of this article is liberal and artistic, 
well organised, shy and reserved, 
warm, trusting and cooperative, and 
emotional.People concerned about their 
privacy may steer clear of online 
social networks altogether. However, 
a recent paper from the group of 
Katharina Zweig has shown that 
pulling the plug offers no safety 
(PLoS ONE (2012) 7, e34740). 
Their analysis correctly predicted 
connections between non-members 
of Facebook, based on an analysis 
of who knows who within the 
network. 
Zweig, who recently moved from 
Heidelberg to the Technical University 
of Kaiserslautern (Germany), is about 
to set up a new undergraduate course 
in social informatics there. “We want 
our students to understand complex 
systems and their reactions towards 
new technologies,” she says. “The 
ultimate goal is to equip them with 
methods from social sciences, 
economy, law and psychology as 
to model our interactions with new 
computer supported technology and 
possibly even predict it.” A number 
of universities around the world are 
already offering study programmes 
in this new field (http://www.
social-informatics.org/c/151/Study_
programs/).
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The publicly visible friendship and 
relationship information on Facebook 
would in principle also allow 
sociologists to study issues like dating 
culture and relationship dynamics on 
an unprecedented scale, but ethical 
concerns over privacy violations may 
inhibit such endeavours. 
Only a few years ago sociologists 
and ethnographers in the US compiled 
a large body of studies of teenagers’ 
online behaviour which took into 
account the important element of user-
generated content on social networks 
and on sites like MySpace, Youtube 
and Flickr. While previous studies 
typically looked at ‘media exposure’ 
in terms of hours spent in front of the 
TV, the computer, or with the mobile 
phone, the interview-based studies 
summarised in the book Hanging Out, 
Messing Around, and Geeking Out (MIT 
Press 2010) describe how traditional 
teenage activities and concerns, from 
games to dating, moved into the realm 
of the electronic media and were 
transformed in the process, creating 
a new online culture. The title reflects 
three types of involvement in the online 
world graduated by the intensity of 
the activity, from friendship-driven 
behaviours that are mainly about 
spending time together and defining 
one’s place in the peer group, through 
to interest-driven activities where 
young (or not so young) users  
produce original content and share it 
via the web. 
For grown-up users who use online 
networks professionally (thus, in 
an interest-driven way), ecological 
structures may arise that resemble 
task-sharing in the real world. For 
instance, Katharina Zweig says: “I am 
using Google+ only for my scientific 
research. There is a dense group of 
colleagues who are all in each other’s 
circles — it is interesting that certain 
roles have quickly emerged: one of 
us is the paper source who points 
out three to four new papers per 
week, the other posts only links to 
conferences, another mainly wants to 
change publishing models.”
Wiki warfare
Along with the video platform 
YouTube, the online encyclopaedia 
Wikipedia is one of the most 
significant repositories of user-
generated content today. Due its 
openness to contributions from 
all comers, regardless of their qualification or lack thereof, it had 
an early reputation of poor reliability, 
but by 2005 studies found that it 
was as reliable as established print 
encyclopaedias. This success is 
mainly due to a highly efficient 
mechanism of self-correction 
by its large number of users and 
contributors. 
Errors can happen in all reference 
works, but in Wikipedia, there 
is the unique possibility that a 
knowledgeable reader who spots 
an error can immediately correct 
it. In order to block vandalism and 
misuse, the site keeps publicly 
accessible records of all changes 
and of discussions concerning the 
articles and their edits. This, again, is 
a valuable resource for researchers 
who can study how a huge communal 
project grows and evolves. 
One aspect of Wikipedia edits 
that has attracted the interest of 
researchers is the nature of fights 
breaking out over controversial topics. 
These so-called edit wars are easily 
recognisable by the number of edits 
and reversions made to an entry. 
János Török and colleagues from 
the Budapest University of Technology 
and Economics, with colleagues from 
Finland, Spain, and the UK, developed 
a computer model for the evolution of 
conflicts in collaborative environments 
and compared its predictions to the 
observed controversies surrounding 
the Wikipedia entries Dresden 
bombing, Japan, and Anarchism 
(Phys. Rev. Lett. (2013) 110, 088701).
The authors find from their modelling 
that, while many conflicts will 
naturally lead to a resolution, certain 
scenarios, such as a high flux of new, 
inexperienced contributors, can lead to 
an indefinite perpetuation of the fight. 
In such cases, supervisors can break 
the deadlock by suspending edits for a 
certain time or by banning hot-headed 
newbies from editing. 
By and large, the measures seem 
to work, as the constructive spirit 
of collaboration continues to work 
miracles. As the Hungarian group 
found in an earlier analysis, 99% of 
articles in the English language edition 
of Wikipedia result from a smooth, 
conflict-free process (PLoS ONE 
(2012) 7, e38869 ).
Signing out
Even if there are editing wars being 
fought in certain corners of Wikipedia, 
these don’t threaten the existence and continued growth of the encyclopedia. 
Other sites have been less lucky. 
MySpace, still the default hangout for 
US teens at the time when the authors 
of the Hanging Out... book conducted 
their interviews, turned into a ghost 
town by the time the book was 
published. 
Similarly, Friendster, Orkut, and the 
VZ networks in Germany were unable 
to withstand the global success of 
Facebook. In these cases, network 
analysis can be applied to investigate 
how the migration of some members 
can become a catastrophic avalanche 
of desertion that leaves a network 
with only a fraction of its former users. 
David Garcia and colleagues at 
the ETH Zurich have analysed the 
resilience of social networks using 
the complete connection datasets 
of failed network Friendster, along 
with partial datasets rom MySpace 
and Orkut, and data from the thriving 
sites Livejournal and Facebook (arXiv: 
1302.6109v1 (25 Feb 2013)). 
The authors applied k-core analysis, 
in which a core is defined as a subset 
of the network in which each user has 
at least k contacts. Which values of k 
are required to maintain stable cores 
depends mainly on the cost:benefit 
ratio for the user. 
On this basis, the authors were 
able to model desertion cascades 
sweeping through networks and to 
predict the properties of the hard 
core that remains when most users 
have left. They have also identified 
parameters that could make a network 
resilient to user desertion cascades. 
Remarkably, the surviving networks 
Facebook and Livejournal score lower 
in the resilience measures than the 
defunct rivals Orkut and Friendster, 
suggesting that the internal topology 
of these networks does not predict 
their success. Instead, external 
factors and management mistakes 
must have played their part in the 
demise of these networks. 
Thus, there is no telling which 
way online communities will evolve, 
and where we will hang out, mess 
around, and geek out in five years’ 
time. It appears certain, though, 
that we will continue to generate 
massive amounts of network data for 
researchers to study in the future. 
Michael Gross is a science writer based at 
Oxford. He can be contacted via his web 
page at www.michaelgross.co.uk and may 
also be found hanging out on Tumblr, Flickr, 
Twitter, or Facebook. 
