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WUDQVIRUPWKHFRGHDQGWKDWYXOQHUDELOLW\ZLOOQRWUHPDLQVDPHDWWKHVDPHSRLQW,WGRHVQ¶WUHPRYHWKHYXOQHUDELOLW\
EXW LVKLGHVLW OLNHDQHHGOH LQ WKHKD\VWDFNLI WKHFRGHREIXVFDWLRQVDUHDSSOLHGSURSHUO\+HQFH WKHUH LVDVWURQJ
SRVLWLYHVLGHRIPHWDPRUSKLVP
&RPLQJWRWKHGDUNVLGHRIPHWDPRUSKLVPWKHPDOZDUHZULWHUVFRXOGXVHWKHFRGHREIXVFDWLRQIRUHYLOSXUSRVHV
7KH\FRXOGEXLOG WKHFRPSOH[PDOZDUHXVLQJ WKHVH WHFKQLTXHVZKLFKFRXOGHDVLO\HYDGH WKHFRPPRQO\DYDLODEOH
DQWLYLUXVHV0HWDPRUSKLVPDOORZVPDOZDUHZULWHUVWRPDNHDQLQILQLWHQXPEHURIFRSLHVIRUVDPHPDOZDUHDQGLW
EHFRPHVSUDFWLFDOO\LQIHDVLEOHIRUWKHDQWLYLUXVPDQXIDFWXUHUWREXLOGWKHVLJQDWXUHGDWDEDVHIRUWKHVDPHPDOZDUH
DV LW LV XVHOHVV WR WDNH WKH V\QWDFWLF VLJQDWXUH IRU WKH FRGH ZKLFK WUDQVIRUPV DIWHU HDFK LQIHFWLRQ +HQFH D




HDVLO\ HYDGH WKH SDUWLFXODU KHXULVWLFEDVHG PHWKRG 7KXV QHHG IRU WKH VROLG VHPDQWLF VLJQDWXUH LV WKHUH ZKLFK
FRXOGQ¶WFKDQJHHYHQLIWKHUHDUHDQLQILQLWHQXPEHURIWUDQVIRUPDWLRQVLQWKHFRGH
7KDWVLJQDWXUHPXVWQRWFKDQJHHYHQLIWKHUHDUHV\QWDFWLFWUDQVIRUPDWLRQVLQWKHFRGH6RZHSURSRVHDPHWKRG




















%HKDYLRXUDOGHWHFWLRQEDVHGRQ WKH FDSWXULQJRI FULWLFDO$3, FDOOV KDYHEHHQGRQHE\YDULRXV DXWKRUV7KHVH
PHWKRGVDUHG\QDPLFLQQDWXUHDQGKDYHSURYHGYHU\HIILFLHQWLQGHWHFWLQJZLWKJUHDWDFFXUDF\





&ORVHO\ UHODWHGZRUN KDV GRQH E\ LQGXVWU\ $GYDQFHG0DOZDUH /DERUDWRU\ &26(,1& 6LQJDSRUH  KDV GRQH
ZRUN 7KH\ KDYH JLYHQ 2SWL6LJ VROXWLRQ ZKLFK XVHG //90  DV LQWHUPHGLDWH IRUP DQG FRQYHUVLRQ RI WKH
LQWHUPHGLDWHUHSUHVHQWDWLRQLQERROHDQORJLF2XUPDLQDLPWRLPSURYHDQGRSWLPL]HWKHLUPHWKRG
8VHRIHQJLQHVLJQDWXUHWRGHWHFWPHWDPRUSKLFPDOZDUHZDVGRQHE\0RKDPPDGHWDOEXWQRZDGD\VDGYDQFHG
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66$ IRUP WKH FRQYHUVLRQ LQWR ERROHDQ ORJLFPXVW EH GRQH DIWHU FRQYHUWLQJ WKH XQVWUXFWXUHGPDFKLQH FRGH LQWR
VLPSOLILHG66$)RUP

5.1 Incremental Sat. Solving 

7KHWZRFRGHVPLJKWGLIIHUWRRPXFKV\QWDFWLFDOO\EXWWKHPDWKHPDWLFDOPRGHOWKH\SURGXFHPXVWEHVDPH7KHUHLV
D QHHG WR UHGXFH WKH &1) SURGXFHG IRU WKH FRGH 7KH FRQVWDQW SURSDJDWLRQZLOO EH GRQH E\ WKH LQFUHPHQWDO VDW
VROYLQJ DQG LW ZLOO DOVR UHVROYH WKH SRWHQWLDO FRQIOLFWV 7KH LQFUHPHQWDO VDW VROYLQJ ZLOO UHGXFH WKH IRUPXOD WR
PLQLPDO FODXVHV 7KHVH FODXVHV FDQ EH FRQYHUWHG LQWR WKH PDWKHPDWLFDO PRGHO WKDW ZLOO EH WKH H[DFW VHPDQWLF
VLJQDWXUH)RUHDFKVDWLVILDELOLW\SUREOHPWKHUHH[LVWVDFRUUHVSRQGLQJIRUPXODWLRQRIWKHPRGHO
:HFDQYLHZWKLVVROXWLRQDVLIZHKDYHWZRGLIIHUHQWFRGHRQHLVFOHDQDQGZLWKRXWWKHFRGHREIXVFDWLRQVZKLOH
RWKHUKDGVRPHREIXVFDWLRQV7KH&1)SURGXFHGIRU WKHVH WZRGLIIHUHQWFRGHVZLOOEH LQLWLDOO\GLIIHUHQWDQGDIWHU
LQFUHPHQWDO VROYLQJ WKH REIXVFDWLRQVZKLFK DUH QRW UHPRYHG E\ WKH FRPSLOHU RSWLPL]HU OLNH //90 HWF FDQ EH
LQFUHPHQWDOO\UHPRYHGE\WKH6$7VROYHU7KHFDVHRIWKHFRQVWDQWSURSDJDWLRQHWFLQWKHXQVWUXFWXUHGLQVWUXFWLRQV
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