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With the rapid development of Internet, e-commerce dynamic Websites rapid 
development due to the high profits and gains of e-commerce sites, many companies 
have invested a lot of money to invest in e-commerce. However, because of the 
Electronic Commerce Act is often subject to external and internal attacks, sometimes 
resulting in paralysis of the entire e-commerce Website, so that the security of 
e-commerce Website problems will be many enterprises attach great importance. 
E-commerce Website has become a communication platform between service 
providers and users on the Internet, knowledge sharing and exchanges, which are a lot 
of data and information are stored in a computer system, some information and data is 
confidential, and once the leak will give the enterprise with to a lot of impact, thus 
enhancing the e-commerce security management has become very necessary. 
In this study, the ASP-based e-commerce security. Most of the ASP Web site 
security weaknesses are usually derived from the incorrect client requests or the 
developers do not consider the effective protection of the site enter the security 
parameters. The attacker usually is the use of logical operations to design some 
special data to attack the system. ASP development platform, the IIS Websites and 
SQL Server database is currently the more popular Web application development tool, 
used in many portals, e-government, OA and other fields. ASP, while providing 
powerful features and high safety performance, but in the design process, there is still 
a lot of unsafe risks, ASP e-commerce Website designers negligence, e-commerce site 
is subject to a lot of loopholes, these The vulnerability would give illegal intruder 
invasion. Once an attacker to hack into e-commerce site at any time are likely to cause 
trouble to the site, e-commerce Website customer information, internal information 
are confidential, once they are damaged and the attack would not only e-commerce 
site with loss to, or even sometimes hurt the customers will give them serious 
economic losses. Therefore, the dynamic e-commerce site in the ASP security issues 















The focus of this study is to analyze the security in ASP e-commerce Website 
development environment, including the security risks that exist in the application 
system, e-commerce Website through technical analysis on the security of the 
structural system and service platform ASP e-commerce Website, clearly structure to 
provide a theoretical basis for e-commerce Web site security defense, the last security 
of e-commerce site through Urumqi high-thinking business etiquette company 
(hereinafter referred to as the high-thinking companies) design, and hope to increase 
the security of e-commerce Website platform of high-thinking company also hope to 
play a certain reference value the security and defense of the other e-commerce 
Website.  
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独立的 Web 服务器应用程序。ASP 之所以被众多企业和公司所运用，在很大程
度上来源于其脚本简单易懂，ASP 的脚本语言是 VBScript,JavaScript。同时，ASP
可以与 HTML 代码相结合，并且不需要安装专门的软件，就能够实现 CGI 的所
有功能，让设计中较快的完成网站开发和运作。鉴于 ASP 的这种简易的特点，
程序员在设计网站时，往往会把 ASP 作为首选技术。 




































上可以确保连续性，这样可以让 ASP 的安全损坏减低到 小。ASP 能够安全的
传递和接受信息，这点对于 APS 而言是十分重要的，对于任何威胁的信息都是





ASP 网站安全技术研究，可以提高 ASP 技术自身的提升，还可以给企业、公司、










为了提高网站安全，国外有很多软件测试工具，如 Mercury Interactive 研究
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