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BAB 6  
6. 1 KESIMPULAN 
Dari penelitian yang dilakukan dapat disimpulkan beberapa hal sebagai 
berikut: Pengaruh penggunaan metode least significant bit memiliki nilai baik dan 
dapat ditetapkan menjadi proses penyisipan yang baik. Teknik steganografi sangat 
efektif digunakan untuk menyembunyikan data atau informasi kedalam sebuah 
gambar. Kualitas gambar hasil metode lsb tidak berbeda dengan metode dwt yang 
menunjukan meskipun berbeda domain yaitu spatial dan domain frekuensi gambar 
yang disisipi tidak rusak. Dari hasil PNSR dan MSE yang dilakukan pada 3 
gambar dengan format yang berbeda (jpg, bmp dan png) tidak terlihat perbedaan 
yang signifikan. Hampir semua relative memberikan hasil yang sama. Hal ini 
berarti format data pada gambar tidak mempengaruhi kualitas gambar, hasil pnsr 
dan msE 
6. 2 Saran  
Adapun saran untuk penelitian selanjutnya : 
1 Jumlah karakter pesan yang diinput harus diketahui berapa banyak 
dengan menggunakan metode least significant bit. 
2 Penelitian yang ada bisa dikembangkan menjadi sebuah aplikasi 
berbasis mobile. 
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