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Bakalářská práce se zaměřuje na analýzu podnikových procesů a definování 
požadavků (plynoucích z této analýzy) na nový informační systém. Práce je zaměřena 
zejména na proces vytváření a správy rezervací, správy pokladny a zásob. Popisuje 
několik informačních systémů nabízených na trhu, které by mohly usnadnit řízení těchto 
procesů. Na základě detailního srovnání těchto informačních systémů navrhuje jeden, 




This thesis focuses on business process analysis and requirements definition (resulting 
from this analysis) to a new information system. The work is mainly focused on the 
process of booking, cash desk management and inventory. It describes several 
information systems available on the market, which could facilitate the management of 
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Je již celkem běžné, že snad každý člověk se snaží optimalizovat veškeré své 
aktivity.  Jedním z prostředků této snahy může být i informační systém. I vedení většiny 
podniků si uvědomuje, jak důležité je využívat informační a výpočetní techniku pro 
efektivnější řízení podniku. 
Cílem této bakalářské práce je najít vhodný informační systém pro Aquacentrum 
Zdounky, kde doposud žádný informační systém není zaveden. Nejprve bude nutné 
analyzovat požadavky na informační systém, tzn.: z jakých modulů by se měl 
informační systém skládat v závislosti na podnikových procesech, které by měl tento 
informační systém řídit či spravovat. Po té, co budou přesně specifikovány tyto 
požadavky, bude vybráno několik informačních systémů nabízených na trhu, které jsou 
určeny pro provozovny tohoto typu, tzn.: wellness centra, ubytovny, sportoviště atd. 
Tyto informační systémy budou posouzeny na základě jejich funkcionality. Ty, které 
naplní požadavky Aquacentra Zdounky, budou dále hodnoceny a vzájemně 
porovnávány. 
Pro informační systémy vybrané do podrobnějšího srovnání se definují kritéria 
(podle kterých budou informační systémy porovnávány) a ke každému kritériu bude 
přiděleno bodové ohodnocení (podle jeho důležitosti). Každý informační systém 
dostane za každé kritérium počet bodů, podle toho do jaké míry kritérium splňuje. 
Hodnocení za jednotlivá kritéria budou násobena váhou kritéria. Součtem těchto dílčích 
součinů potom dostaneme výsledný koeficient pro každý informační systém. Informační 
systém s nejvyšším koeficientem bude navržen k implementaci. V této práci bude 
postup této implementace také blíže specifikován. 
Závěrem bude vytvořena kalkulace nákladů na zavedení informačního systému a 




1 CÍL PRÁCE 
 
Cílem této bakalářské práce je analyzovat procesy probíhající v Aquacentru 
Zdounky a na základě této analýzy vybrat informační systém, který usnadní 
realizaci i řízení těchto procesů. Práce se zaměřuje zejména na procesy: správa 
rezervací, vytváření rezervací, správy pokladny a zásob. Všechny tyto procesy by 
měly být pokryty jedním informačním systémem – tzn.: společná databáze pro 
všechny moduly. 
Dílčím cílem je, aby informačního systém měl přijatelnou cenu, a aby byl 
jednoduchý na uživatelskou obsluhu a práce s ním tak nečinila potíže ani 
zaměstnancům ani zákazníkům. 
 
2 TEORETICKÁ VÝCHODISKA 
 
2.1 INFORMACE A DATA 
 
 Informace využívá každý člověk úplně běžně v průběhu celého dne po celý svůj 
život. Některé informace jsou pro nás snadno dostupné – např. když se ráno podíváme 
z okna, vidíme, jestli prší nebo svítí slunce a podle toho můžeme zvolit vhodné 
oblečení. Naopak k získání jiných informací je zapotřebí třeba i vědecký výzkum. Může 
se jednat o různé výzkumy z oblasti medicíny, financí, přírodních věd atd. 
 Již od pradávna se lidé snažili informace, které považovali za důležité, 
zaznamenávat. Od těch nejprimitivnějších způsobů jsme se dostali až k dnešním 
moderním informačním systémům. Při návrhu dnešních informačních systémů se 




Slovo data je odvozeno z jednotného tvaru latinského slova datum, které 
můžeme přeložit jako něco dané. Samotné slovo datum bylo původně odvozeno, od 
slova dare – dát. (1) 
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V souvislosti s počítačovou vědou pojem data požíváme jako označení pro čísla, 
text, zvuk, obraz, popř. jiné smyslové vjemy, které jsou reprezentovány v podobě 
zpracované počítačem. 
Z hlediska práce s daty můžeme rozlišovat (1): 
 Strukturovaná data – typickým příkladem strukturovaných dat je jejich 
ukládání pomocí relačních databázových systémů. Zde se obvykle používá 
hierarchie elementů pole -> záznam -> relace -> databáze, což umožnuje snadno 
vybírat jen ta data, která jsou zapotřebí. 
 Nestrukturovaná data – nestrukturovanými daty jsou např. videozáznamy, 
obrázky, ale i textové soubory. Jedná se o jakýsi „tok bytů“ bez dalšího 
rozlišení. (1) 
 
Data můžeme označit jako „surovinu“, ze které můžeme získávat informace. 
0212345678 nebo paegas jsou data, která reprezentují něco reálného, ale bez jejich 




Vysvětlení pojmu informace existuje hned několik. Tato skutečnost je dána tím, 
že tento pojem využívá mnoho disciplín a oborů – např.: komunikační média, 
management, informatika atd. (1) 
Původní zájem expertů byl kladen na technickou informaci. Soustředili se na 
potřeby sdělovací techniky – cílem bylo přenést maximum zpráv v nejkratším čase a co 
nejbezpečněji. Další oblastí zkoumání bylo získání informací potřebných k řízení strojů. 
V souvislosti s pamětí, myšlením, genetickými kódy a jinými příbuznými jevy 
hovoříme o informaci biologické. Nejrozsáhlejší oblast však tvoří společenské 
informace. Do této skupiny řadíme informace ekonomické, politické, sociální atd. (2) 
Z hlediska vyhledávání informací můžeme uvést vymezení informace, které je 
ale spíše volné a intuitivní. Pokud systém charakterizujeme jako systém pro 
vyhledávání informací, můžeme tedy říct, že obsahuje informace? Na obrázku č. 1 
vidíme jeden z možných pohledů na vztah data – informace. V tomto smyslu lze tedy 
databázi chápat jako prostý souhrn informací bez jakékoliv sémantiky (významu). 
Teprve, když hodnotám přiřadíme i nějaký význam, jedná se o určitý poznatek, který 
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odráží realitu, která je v databázi zachycována. Zde je informace potom definována na 








syntakticky      sémanticky                               pragmaticky 
 
Obrázek č.: 1: Data, poznatky, informace 
(1, s. 3) 
 
Tyto 3 úrovně pohledu (syntaxe, sémantiky, pragmatiky) můžeme v odpovídajícím 
uspořádání, v interpretaci a využití znaků aplikovat na každou informaci (2): 
 
 Úroveň syntaxe – příkladem mohou být pravidla pro zápis zprávy v konkrétním 
jazyce. Tato úroveň se tedy zabývá vnitřní strukturou zprávy složené ze znaků 
dané abecedy (= zkoumá uspořádání vztahů mezi znaky). Tato úroveň rovněž 
předpokládá analýzu informace nezávisle na jejím vztahu k objektu, který 
odráží. To vše nezávisle na příjemci, který bude informaci využívat 
 Úroveň sémantiky – jako příklad si můžeme uvést třeba pochopení napsaného 
textu. Zajímá se tedy o vztah znaku k objektu, jevu či procesu, který znak 
odráží. Opět nezávisle na příjemci 
 Úroveň pragmatiky – příklad: praktický význam zprávy pro jejího příjemce. 
Úroveň, která je pro nás nejdůležitější, ale zároveň stupeň, který lze nejobtížněji 
formalizovat. Zkoumá nejen vztah informace k příjemci, ale i praktický dopad 




 Zcela novou dimenzi do práce s informacemi přinesly počítače a to zejména 
příchod počítačových sítí a obzvláště internetu. V současné době jsou tak informace 
stále více vnímány prostřednictvím obrazovek počítačů. Rychlost a aktuálnost – to 
je asi to, co nás na informacích na internetu fascinuje nejvíce. 
Data Poznatky Informace 
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 Ovšem nutno říci, že o informacích musíme přemýšlet v širších souvislostech, 
nezávisle na formě jejich vyjádření. Samotná forma informace by neměla být 
uvažována samostatně a nelze tak např. říct, že určitý formát informace je zaručeně 
lepší než jiný. (1) 
 
Kybernetické/matematické pojetí informace 
 
 V kybernetice informaci definujeme v souvislosti s rozhodováním, kdy 
hovoříme o tzv. negentropické veličině, která snižuje neurčitost rozhodovatele. Tato 
definice informace je založena na pravděpodobnostním přístupu. Předpokládáme, že 
(3): 
 Každé rozhodování (rozhodovací situace) má konečný počet rozhodnutí 
(řešení) 
 Rozhodování se opakují dostatečně dlouho, aby mohl být aplikován 
statistický přístup 
 Víme s jakou pravděpodobností, se jednotlivá rozhodnutí vyskytují 
 
Na základě těchto předpokladů můžeme potom měřit množství informace I(X) dle 
vzorce: 
 
„I(X) = -log p (X), 
                                                        kde X = rozhodnutí, 
           p(X) = pravděpodobnost rozhodnutí X“. 
 
Z tohoto vztahu pak můžeme například odvodit, že čím menší je pravděpodobnost p(X) 
výskytu rozhodnutí, tím větší množství informace potřebujeme pro správné rozhodnutí 
o jevu X. Tento fakt si můžeme vysvětlit na názorném příkladu – poradce, který 
poskytne radu (sdělí informaci) k události, která je málo pravděpodobná, a tato rada 
bude úspěšná, sdělí více informací než jiný poradce, jehož rada bude sice také správná, 




2.2 INFORMAČNÍ SYSTÉM 
 
Dnešní doba je sice moderní, ale také velmi uspěchaná. Všichni se tak snaží 
svou práci si ulehčit, optimalizovat ji a efektivně řídit své zdroje. Ne jinak tomu je i 
v podnikatelské praxi, kde se prostředkem této snahy staly informační systémy.  
Informační systémy uchovávají a zpracovávají potřebná data. Mimo již zmíněné 
vlastnosti informační systémy vykonávají různé operace související s řešením denních 
běžných činností a slouží jako prostředek komunikace mezi jednotlivými složkami 
podniku. 
 
2.2.1 Definice systému 
 
Systém můžeme definovat jako neprázdnou množinu prvků a množinu vazeb 
mezi nimi. Vlastnosti tohoto systému plynou ze vzájemných vazeb mezi těmito prvky a 
jejich vlastností. (2) 
Pro takto definovaný systém především identifikujeme (2): 
 Účel systém – cílové chování systému 
 Strukturu systému – prvky systému a vazby mezi nimi 
 Vlastnosti prvků – významné pro celkové chování systému 
 Vlastnosti vazeb – mezi prvky systému, významné pro celkové chování systému 
 Okolí systému – vymezené prvky, které do systému nepatří, ovšem jejich 
vlastnosti a vazby systém výrazně ovlivňují chování systému 
 Případné subsystémy – v případě, že zkoumání systému jako celku je příliš 
složité. Systém rozdělíme na menší relativně samostatné celky (2) 
 
2.2.2 Rozdělení systémů 
 
V systémové teorii uplatňujeme různé kritéria na jejich rozdělení. Všeobecně 
můžeme systémy rozdělit na tvrdé a měkké. Tvrdé systémy jsou spojované s jedním 
specifickým problémem. V měkkých systémech naopak figuruje celá řada faktorů, jsou 
všeobecnější. (4) 
Otevřenost – další základní kritérium při dělení systémů. V souvislosti s tím, jestli 
dochází k interakci s okolím, dělíme systémy na otevřené a uzavřené.  
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Chování systému – podle tohoto kritéria dělíme systémy na deterministické 
(jednoznačně definované) a stochastické (činnosti se vykonávají s určitou nejasností, 
k jejich popisu využíváme statistické metody). 
Změny v systému – zde můžeme systémy rozdělit na statické a dynamické. Statické se 
v čase nemění dynamické naopak. (4) 
 
2.2.3 Definice informačního systému 
 
Nejčastěji používanou definicí informačního systému je: systém na sběr, 
udržování, zpracování a poskytování informací. Informační systém nemusí být nutně 
automatizovaný pomocí počítačů, může se jednat např. o běžný telefonní seznam. (4) 
 
Další možnou definicí informačního systémů je definice podle Tvrdíkové: 
„Informační systém lze definovat jako soubor lidí, metod a technických prostředků 
zajišťujících sběr, přenos, uchování, zpracování a prezentaci dat s cílem tvorby a 
poskytování informací dle potřeb příjemců informací činných v systémech řízení.“ (5) 
 
Podnikový informační systém můžeme podle Sodomky také definovat tak, že: 
Podnikový informační systém vytvářejí lidé, kteří prostřednictvím dostupných 
technologických prostředků a stanovené metriky zpracovávají podniková data a 
vytvářejí z nich informační a znalostní bázi organizace sloužící k řízení podnikových 
procesů, manažerskému rozhodování a správně podnikové agendy.“ (6) 
 
2.2.4 Struktura informačního systému 
 
Informační systém se složen z následujících komponent (5): 
 Technické prostředky (hardware) – počítačové systémy různého druhu a 
velikosti jsou doplněné o potřebné periferní jednotky. Tyto jednotky pak mohou 
být v případě potřeby dále spojeny prostřednictvím počítačové sítě a napojeny 
na paměťový subsystém pro práci s velkým objemem dat 
 Programové prostředky (software) – programové prostředky tvoří systémové 
programy (řídí chod počítače, efektivní práci s daty a komunikaci počítačového 
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systému s reálným světem) a aplikační programy (řeší určité třídy úloh určitých 
tříd uživatelů) 
 Označovací prostředky (orgware) – orgware je tvořen souborem nařízení a 
pravidel (definují provozování a využívání informačního systému a 
informačních technologií) 
 Lidská složka (peopleware) – v rámci peplewaru je řešeno, jak účinně 
adaptovat fungování člověka v počítačovém prostředí, do kterého byl zařazen 
 Reálný svět (informační zdroje, legislativa, normy) – reálný svět tvoří kontext 
informačního systému 
Pro efektivní vývoj informačního systému podniku či instituce nesmíme 
zanedbat ani jednu z těchto položek. (5) 
 
2.2.5 Členění informačních systémů 
 
Existují různá hlediska, podle kterých můžeme informační systémy řadit do 
různých kategorií – například podle účelu a obsahu, podle velikosti, strukturální 
složitosti atd. Mluvíme-li, ale o informačním systému, který je součástí řídící soustavy, 
rozlišujeme především to, v jakém stupni informační pyramidy stojí (viz obrázek č. 2). 
Informační pyramidou rozumíme hierarchii jednotlivých informačních systémů, kdy na 
nejnižším stupni pyramidy jsou informační systémy, které v podniku zpracovávají údaje 
pouze na úrovni úloh. Na špici pyramidy se nachází takové informační systémy, které 
řeší složité podnikové problémy, u kterých jsou nutné i znalosti externích expertů. 
Informační pyramida je tvořena těmito informačními systémy (7): 
 Transakční systémy (TPS – Transaction Processing System) – o transakčních 
systémech můžeme hovořit jako o pokračovatelích klasických dávkových 
systémů. Úkolem dávkových systémů bylo mechanizovat typické agendové 
úlohy (např. účetnictví), skladové či rezervační systémy atd. Uživatelé 
transakčních systémů musí být vysoce kvalifikovaní pracovníci, kteří dokáží 
provádět samostatná rozhodnutí v zájmu cílů podniku. Značná část informačních 
systémů, se kterými přicházíme běžně do styku, je právě tohoto typu 
 Informační systémy pro řízení (MIS – Management Information System) – 
původ těchto informačních systémů můžeme také nalézt v účetních a 
ekonomických systémech. Ovšem jejich hlavním úkolem je zpřístupnit různé 
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přehledy či součtové sestavy (např. počty objednávek, zisk v jednotlivých 
měsících atd.). MIS usnadňují práci řídícím pracovníkům, zejména v oblasti 
kontroly výkonnosti 
 Systém pro podporu rozhodování (DSS – Desicion IS) – DSS slouží jako 
nástavba pro MIS. Umožňují provádění různorodých analýz, aby řídící 
pracovníci mohli přijímat důležitá rozhodnutí 
 Informační systémy pro vrcholové řízení (EIS – Executive IS) – posláním 
EIS je poskytovat důležité informace vedoucím pracovníkům. Ti, na základě 
těchto informací, činí strategická rozhodnutí o budoucnosti organizace a řeší 
úlohy diagnostického charakteru 
 Strategické informační systémy (SIS – Strategic IS) – jejich snahou je zvýšit 
konkurenceschopnost podniku. Jsou přímo vázány k výrobě nebo výrobku. Jako 
příklad můžeme v oblasti obchodu uvést např. elektronickou poštu 
 Prognostické systémy – tvoří je nástroje, které umožňují provádět analýzu typu 
,,co když“ a vytvářet prognózy. Mezi prognostické systémy můžeme zařadit 
např. expertní systémy (ES), které jsou považovány za zvláštní kategorie 
informačních systémů. ES fungují na množině pravidel, které pomáhají i nepříliš 
zkušenému a znalému pracovníkovi řešit úlohy často diagnostického charakteru. 
Jejich cílem je totiž poskytnout znalosti, které má jen několik málo zkušených 
pracovníků, více zaměstnancům podniku. ES využívají technologie i z oblasti 





































           
Obrázek č.: 2: Informační pyramida 
(7, s. 194) 
 
2.2.6 Jak správně rozumět podnikovým informačním systémům 
 
Efektivní zpracování informací a budování znalostní báze je základem pro 
fungování společnosti a prosazování jejího strategického cíle. Klíčovou „technologií“ 
pro efektivní spravování informací představuje podnikový informační systém. Odpověď 
na otázku „Jak nejlépe využít podnikové aplikace, jak vytvořit jednotný podnikový 
informační systém“ najdeme pouze tehdy, když definujeme poslání a strategické cíle 
IS/ICT. Poslání informačního systému v moderní společnosti lze shrnout do tří hlavních 
bodů (6): 
 Podnik je většinou rozdělen na několik podnikových úseků a řídících úrovní a 
každá tato složka podniku může vyžadovat nasazení různých podnikových 
aplikací. Důležitá je ovšem jejich integrace, která umožňuje provázené řízení 
podnikových procesů a zpracování manažerských informací pro řízení podniku 
jako celku. Úlohou managementu je rozhodnout, na jaké úrovni je integrace 
nejvhodnější a jak mají být jednotlivé aplikace zaváděny. Podstatnou záležitostí, 
která při těchto úvahách, nesmí být opomenuta, je zabezpečení informačních 

















 Další podmínkou pro efektivní fungování organizace je zavedení řádu do 
zpracování každodenní agendy. Informační systém by pak měl být využit jako 
nositel a garant tohoto pořádku. Jeho role může být nazvána jako standardizační, 
a to jak v oblasti realizace podnikových procesů, tak i v oblasti pracovních 
návyků jeho uživatelů. 
 Moderní organizace může být úspěšná pouze tehdy, když její manažeři disponují 
relevantními informacemi pro vrcholové rozhodování. Pokud jsou jim tyto 
informace k dispozici, mohou pak lépe nahlížet na problematiku řízení, ale také 
zabývat se optimalizací podnikových procesů v kontextu získávání informací a 
znalostí o fungování celé organizace. 
Na informační systém podniku můžeme nahlížet několika způsoby. Zásadní pohled však 
vede přes strategický záměr organizace k požadavku na formalizaci informací, jejich 
zpracování informačním systémem a následnému poskytnutí korektních výstupů. (6) 
 
2.2.7 Architektura a topologie podnikového informačního systému 
 
Již během fáze přípravy je nutné promýšlet rámcovou architekturu a topologii 
výsledného systému. Architektura a topologie informačního systému by měla plynout 
z informační strategie podniku. Je nutné, aby respektoval vnitřní, zcela individuální, 
strukturu podniku, počet a územní rozmístění jednotlivých pracovišť, způsob 
komunikace mezi těmito pracovišti. Mimo tyto aspekty je třeba brát ohled i na množství 
přenášených dat, nutnost on-line přenosů a náklady na vybudování propojení. 
Zcela jinak řešenou architekturu informačního systému bude vyžadovat podnik, 
jehož pracoviště jsou rozmístěna v malém uzavřeném prostoru, než podnik, kde jsou 
jeho složky rozptýleny po celé ČR. (8) 
Architektura a topologie systému by v počátcích měla zohlednit co největší 
využitelnost stávajícího hardwaru, ale přitom umožnila postupnou migraci na cílové 
uspořádání. 
Podstatné hledisko, které při návrhu architektury a topologie informačního 
systému, nesmí být opomenuto, je výsledná bezpečnost provozu informačního systému. 
V rámcové architektuře IS je zahrnuta i specifikace základního rozdělení IS na 
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jednotlivé zamýšlené komponenty, jejich rozdělení na moduly a vazby mezi 
jednotlivými částmi. Rámcová architektura by měla typicky obsahovat (8): 
 „konceptuální model 
 výčet komponent se základním popisem požadovaných funkcí 
 požadované vazby mezi komponentami 
 rozdělení komponent na nové a již existující 
 definice prostředí, ve kterém budou provozovány (základní operační systém – 
UNIX, Windows) 
 stručný popis lokalit, ve kterých mají být provozovány 
 charakteristika současného zabezpečení lokalit HW 
 rozsah možných změn, které lze akceptovat 
 definice třídy SW požadovaného pro řešení 
 popis akceptovatelné architektury (centrální, distribuovaná) 
 požadovaný typ provozu (v reálném čase, některé oblasti s přenosem dat 
v intervalech apod.) 
 atd.“ 
Tento seznam pouze ilustruje možný popis architektury. V žádném případě se nejedná o 
podrobný popis požadovaných funkcí, lokalit, počítačových sítí, SW a HW u 
koncových uživatelů atd. Tato analýza a návrh potřebných opatření je úkolem 
vybraného řešitele dané komponenty. (8) 
 
Architektura v této fázi návrhu nám pouze upřesňuje rozsah budoucího řešení a měla by 
také sloužit jako výčet (8): 
 ,,co nakoupíme 
 co upravíme 
 co uděláme sami 
 co jsme ochotni zcela nahradit 
 co jsme ochotni používat jinak 
 co chceme použít beze změn“ 
Na základě toho přehledu rozhodujeme o prioritě jednotlivých částí a za pomoci 
konzultantů můžeme udělat první hrubý odhad budoucích nákladů a v rámci 
podnikových možností rozhodnout o dalším strategickém postupu řešení. (8) 
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2.3 PODNIKOVÉ PROCESY 
 
2.3.1 Definice procesu a procesního řízení 
 
Existuje hned několik definic pojmů proces a procesní řízení. Některé jsou 
přesnější, jiné zase méně. Šmída ve své knize zmiňuje například tyto definice (9): 
 
,,Proces je organizovaná skupina vzájemně souvisejících činností, které společně 
vytvářejí hodnotu pro zákazníka.“ 
 
,,Proces je soubor činností, který vyžaduje jeden nebo více druhů vstupů a tvoří výstup, 
který má pro zákazníka hodnotu.“ 
 
,,Proces je úplně a dynamicky koordinovaný soubor spolupracujících a transakčních 
činností, které poskytují zákazníkům hodnotu.“ (9) 
 
Tyto definice mají mnoho společného a jedna z těchto společných vlastností je i 
neúplnost. Neuvádějí, že se proces může skládat ze subprocesů, že procesy jdou 
obvykle napříč několika odděleními (případně celými podniky). Šmída proto ve své 
knize nabízí svou vlastní definici, kterou se snaží pojem proces, co nejpřesněji vymezit 
(9): 
„Proces je organizovaná skupina vzájemně souvisejících činností a/nebo subprocesů, 
které procházejí jedním nebo více organizačními útvary či jednou (podnikový proces) 
nebo více spolupracujícími organizacemi (mezipodnikové proces), které spotřebovávají 
materiál, lidské, finanční a informační vstupy a jejichž výstupem je produkt, který má 
hodnotu pro externího nebo interního zákazníka.“ (9) 
 
„Dle definice ČSN EN ISO 9001:2001 je proces soubor vzájemně souvisejících nebo 
vzájemně působících činností, které přeměňují vstupy na výstup.“ (10) 
 
„Procesní řízení (Business Process Management) je samo o sobě procesem, které 




„Procesní řízení (Business Process Management) je identifikace, pochopení a 
management podnikatelských procesů, které interagují s lidmi systémy jak mezi 
organizacemi, tak uvnitř nich.“ (9) 
 
I pro tento pojem Šmída ve své knize nabízí svou vlastní definici (9): 
„Procesní řízení (management) představuje systémy, postupy metody a nástroje 
trvalého zajištění maximální výkonnosti a neustálého zlepšování podnikových i 
mezipodnikových procesů, které vycházejí z jasně definované strategie organizace a 
jejichž cílem je naplnit strategické cíle.“ (9) 
 
 Podnikový proces můžeme znázornit i pomocí grafických symbolů (viz. obrázek 
č. 3). Cílem tohoto modelu je definovat vstupy procesu a jejich zdroje, samotný proces a 
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Obrázek č.: 3: Podnikový proces 




2.3.2 Charakteristiky procesů 
 
Charakteristiky procesů je nutné v informatice definovat pro možnost jejich 
dokumentování, analyzování, navrhování a efektivní podporování informačními 
technologiemi. Mezi charakteristiky procesů patří (2): 
 Cíl nebo účel procesu – jedná se v podstatě odpověď na otázku, proč daný 
proces vůbec probíhá. U podnikových procesů, pak v sobě tato charakteristika 
nese i určení toho, jak se proces podílí na cílových výstupech společnosti. 
 Událost – co je příčinou vzniku procesu. Spouštěcí procesy jsou v praxi velmi 






o  Vstup – např. dat, lidí nebo materiálu do podniku nebo do informačního 
systému. Například takový příchod objednávky spustí proces jejího 
vyřízení 
o Čas – spuštění procesu na základě stanoveného data nebo časového 
okamžiku. Např. každé pondělí se spouští proces zpracování různých 
přehledů pro potřeby managementu podniku 
o Interní potřeba změny – např. vznik potřeby inovovat službu. 
o Výjimečný stav – např. výpadek, porucha 
 Datové a hmotně energetické vstupy procesu – rozumíme tím všechny vstupy do 
procesu – ať už na jeho začátku, případně v jeho průběhu. Některý z těchto vstupů 
může být spojen i s jeho spouštěcí událostí 
 Datové a hmotně energetické výstupy procesu – jsou na opačné straně procesu 
než jeho vstupy, výstupem může být například potvrzení objednávky 
zákazníkovi 
 Vlastník procesu – osobo (případně role) zodpovědná za průběh celého procesu. 
Například pracovník zodpovědný za proces vyřízení objednávky 
 Zákazníci procesu – opět se jedná o určité role. Lidé, kterým jsou určený 
výsledky procesů – tzn. informace, zboží, služby 
 Čas – celkový čas, který uplyne od spuštění procesu až po předání výstupu. 
Může se jednat o čistý čas procesu jako součet dílčích časových nároků 
jednotlivých činností v procesu 
 Náklady – např. náklady na materiál, mzdy, energie atd. Potřebné zdroje pro realizaci 
projektu ve finančním vyjádření 
 Vnitřní obsah a logika procesu – je tvořena jednotlivými činnostmi procesu a 
jejich vzájemnými vazbami majícími obvykle síťový charakter. (2) 
 
2.3.3 Kategorizace procesů 
 
Procesy můžeme kategorizovat podle mnoha různých hledisek. Pro potřeby této 
práce si uvedeme pouze ty nejvýznamnější. Jedna ze základních možností, jak 
kategorizovat procesy je podle jejich významu na podnikové řízení a jeho celkové 
výsledky na (2): 
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 Základní procesy – pomocí těchto procesů se v podniku zabezpečují hlavní 
podnikové aktivity, které jsou bezprostředně spojené s uspokojováním potřeba 
zákazníků. Mají rozhodující podíl na „hodnotě“ finálního produktu a tím i na 
výkonnosti a kvalitě celého podniku. Příkladem může být proces řízení inovace 
a vývoje nového výrobku 
 Podpůrné procesy – jedná se o procesy probíhající uvnitř podniku a mají 
podpůrný charakter pro základní procesy. Např. proces zásobování materiálem 
 Řídící (správní) procesy – těmito procesy firma definuje svoji organizaci a 
administrativní akty. Jejich účelem je vytvářet řídící data pro realizaci ostatních 
(základní a podpůrných) procesů. Do této kategorie spadají podnikové řády, 
směrnice, pravidla atd. (2) 
Dalším způsobem jak členit procesy je podle jejich vztahu k subjektům, které do 
nich vstupují nebo jsou procesem ovlivněny. Takto můžeme procesy dělit na (2): 
 Interní procesy – odehrávají se pouze v rámci jednoho podniku (případně pouze 
jeho dílčích organizačních jednotek). Pro tyto procesy je charakteristické, že 
činnosti v procesu zajišťují zejména vlastní pracovníci podniku. Interním 
procesem je například řízení výrobní zakázky 
 Externí (mezipodnikové) procesy – do této kategorie spadají vztahy podniku 
k externím subjektům. Jsou realizovány částečně u dodavatelů, u 
spolupracujících firem nebo přímo u konečného zákazníka. Charakteristickým 
rysem těchto procesů je, že jejich realizace je rozdělena mezi několik subjektů, 
které si v průběhu procesu vzájemně předávají vstupní a výstupní informace. 
Příkladem může být řízení různých kooperací 
Poslední možností kategorizace, kterou si uvedeme, je podle úrovně technologické 
podpory. Z tohohle pohledu můžeme procesy členit na (12): 
 Procesy bez technologické podpory – procesy buďto vůbec nedokumentované 
nebo dokumentované pouze papírovou formou 
 Procesy dokumentované v elektronické podobě – dokumentace k těmto 
procesům je uložena ve sdílených adresářích dat a uživatelé ji tak můžou 
v případě potřeby využít ke správné orientaci ve svém dalším pracovním 
postupu. Tento způsob vede ke standardizaci procesů, snížení chyb, omylů a 
k celkovému zrychlení procesů 
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 Procesy částečně automatizované, podporované technologiemi řízení 
pracovních toků. Zde se pak průběh procesů řídí programově, automaticky se 
spouštějí příslušné programové funkce a na základě jejich výsledků se data 
předávají mezi jednotlivými pracovníky podniku 
 Plně automatizované procesy – obvykle se vážící k procesům na 
automatizovaných výrobních linkách, respektive automaticky řízených 
provozech (12) 
 
2.3.4 Účastníci procesů 
 
Existuje pouze minimum procesů, ať už z oblasti podnikání, služeb nebo státní 
správy, které by probíhaly bez účasti fyzických osob. I procesy zcela automatizované 
mají své tvůrce, dohlížeče, koordinátory atd. a průběžně také podléhají cyklům inovace 
nebo alespoň částečného doladění. Tyto účastníky procesů pak můžeme rozdělit podle 
jejich specifických rolí, podle vztahu k procesu, podle znalostí a podle odpovědnosti do 
těchto kategorií (13): 
 Zákazník – někdo, kdo pociťuje potřebu, přání nebo má požadavek, který lze 
uspokojit určitým hmotným výrobkem, nehmotným výtvorem, službou nebo 
kombinací všech uvedených položek. Tyto položky jsou produkovány určitým 
procesem a mají vlastnosti, jež představují určitou hodnotu, zajišťují určitou 
funkcionalitu a nebo přináší jiný prospěch, za který je zákazník ochoten směnit 
jinou hodnotu (obvykle vyjádřenou ve finančních prostředcích) 
 Dodavatel – obvykle zajišťuje vstupy (hmotné i nehmotné), který proces 
potřebuje k zajištění požadavků zákazníků 
 Sponzor (zástupce provozovatele procesu) – zpravidla člen podnikového 
managementu. Má zájem na tom, aby proces fungoval bez problémů a efektivně. 
Právě z důvodu jeho zainteresovanosti na zvyšující se efektivitě procesu, se od 
něj očekává zlepšovatelská iniciativa 
 Podnik či provozovatel procesu, vlastníci podniku. Podnik je vlastníkem 
zdrojů, které jsou v procesu spotřebovávány, reprezentantem vlastníků podniku 
vůči zákazníkovi a má eminentní zájem na tom, aby se zvyšovala nejen kapacita 
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procesu, ale také na tom, aby se jejich výrobky a služby, co nejrychleji 
přizpůsobovaly přáním zákazníků (a tím i zvyšoval jeho podíl na trhu) 
 Manažer – osoba přímo účastnící se na řízení procesu. Je obvyklé, že se ke 
svým výsledkům váže osobní zodpovědností. Manažer může být zároveň i 
sponzorem zlepšovatelského procesu 
 Šampion procesu – osoba, která se procesu dlouhodobě účastní. Účastní se jak 
na pozici manažera, tak i na pozici operátora. Svým chováním a vystupováním 
podporuje užívání a zlepšování procesu napříč podniku. Velmi dobře se 
orientuje v potřebách procesu a ve všech vnitřních závislostech jednotlivých 
elementů procesu. Tyto znalosti ho předurčují k tomu, aby přispíval ke 
zvyšování kvality a to tím, že své znalosti bude předkládat dalším lidem 
 Operátor – další přímý účastník procesu. Ze své pozice obvykle však může 
ovlivnit pouze výkonnost nebo kvalitu dílčí činnosti, na které se svou prací 
podílí (13) 
 
2.3.5 Řízení procesů 
 
Tak jak se vyvíjelo procesní chápání řízení podniků, podléhal změnám v použití 
i tento výraz. S určitými odchylkami se setkáváme i ve výkladech odborníků. Ve většině 
případů však tento pojem zahrnuje všechny aktivity, které se zabývají procesy z  
pohledu (13): 
 
 ,,Definice procesů, 
 ustanovení rolí v rámci procesů a odpovědnosti za jeho výsledky nebo 
mezivýsledky, 
 korigování a řízení procesních toků, například pomocí automatizovaných 
nástrojů řízení, 
 hodnocení výkonnosti procesů, 
 související identifikace příležitostí k lokálnímu zlepšování procesů a vlastní 




„Řízení procesu je činnost, která využívá znalostí, schopností, metod, nástrojů a 
systémů k tomu, aby identifikovala, popisoval, měřila, řídila, hodnotila a zlepšovala 
procesy se záměrem efektivního pokrytí potřeb zákazníka procesu.“ (13) 
 
Z této definice můžeme řízení procesů tedy chápat jako souhrn všech činností, které 
se zabývají každodenním korigováním a usměrňováním procesních toků, kontrolou 
výkonnosti a kvality, hodnocením, zda dosažené výsledky odpovídají potřebám a plánu 
a následnou optimalizací procesů. Tyto činnosti pak podléhají jak strategickému řízení, 
tak i dalším metodám řízení - např. projektový management, který se užívá pro řízení 
individuálních zlepšovatelských iniciativ. (13) 
S pokračujícím rozvojem současných informačních technologií jsou prostředkem 
automatizovaného řízení procesů častěji programy. Tyto programy jsou specializované 
na směřování toku činností a zpravidla jsou široce přizpůsobeny specifickým potřebám 
procesů provozovatele. Poskytují bohatou základnu dat použitelných pro zlepšování 
výkonnosti a odstraňování skrytých rezerv procesů (generováním velkého množství dat, 
popisujících chování současného procesu). (13) 
 
2.3.6 Zlepšování podnikových procesů 
 
 Zlepšování podnikových procesů je (na rozdíl od výše definovaného řízení 
procesů) činností, která je specificky zaměřena na zkoumání chování procesů, 
odhalování příčin problémů spojených s jejich plynulým chodem, produktivitou či 
kvalitou výstupů procesů. (13) 
 
„Zlepšování podnikových procesů je činností zaměřenou na postupné zvyšování kvality, 
produktivity nebo doby zpracování podnikového procesu prostřednictvím eliminace 
neproduktivních činností a nákladů.“ (13) 
 
Při zlepšování podnikových procesů vycházíme ze znalosti současného procesu 
tak, jak je zachycena v příslušné procesní dokumentaci. Znalost současného procesu 
může být rovněž zachycena v souhrnu znalostí účastníků procesu. Tato možnost sice 
není vyloučena, ovšem obvykle není možné ji použít u jiných než velmi jednoduchých 
procesů, v nichž nebývá zapojeno mnoho pracovníků. (13) 
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2.3.7 Reengineering podnikových procesů 
 
Reengineering – změna, kterou přinesly devadesátá léta, v oboru procesního 
zlepšování. Propagátoři reengineeringu prohlašovali, že identifikací, zviditelněním, 
pochopením a znovu-vymyšlením lze komplexní podnikové procesy prakticky nově 
navrhnout a tím i zásadně vylepšit. Reengineering očekával, že při soustředění se na 
organizaci v její procesní podobě nalezení všech neefektivností a odstranění 
neopodstatněných nebo nedomyšlených kroků. Měření byla posunuta od kvality 
jednotlivých úkonů na komplexní hodnoty (např. získávání nových zákazníků, včasná 
dodávka atd.). Jako kritický faktor se ukázalo inovativní užití informačních technologií, 
zlepšení toku pracovních úkonů a další faktory zprůchodňující procesy. (13) 
Do poloviny devadesátých let se ve světě hovořilo o reegineeringu v souvislosti 
s jakoukoliv podnikatelsko-manažerskou aktivitou. Náhlý vzestup nového pojetí řízení 
byl zaváděn často bez dostatečné znalosti. Stál za často hysterickými snahami změnit 
v podnicích od základu vše. (13) 
Po této vlně hysterie však následovalo vystřízlivění, protože se ukázalo, že vše 
nejde změnit snadno a rychle. Výsledky bouřlivého reengineeringu byly zklamáním a 
nahrazeny novou taktikou, která spočívala v téměř výhradním odevzdání nadějí na 
zlepšení do informačních technologií. V podnikatelském světě tak začala převládat 
terminologie začínající písmenem ,,e“ – e-business, e-procurement atd. Problematika 
řízení procesů v jednotlivých podnicích ustoupila do ústraní. Začal převládat názor, 
který se hodil zejména dodavatelům, kteří produkovali velké balíky obsahující best 
practices, čímž manažerům zaručovali, že se věci už vlastně ani nedají udělat lépe. (13) 
Nicméně postupem času všem došlo, že tyto obrovské balíky stojí spoustu peněz 
a na výsledku se projeví jen skromně nebo vůbec. Michael Hammer vyslovil závěr, že 
podniky, které implementovaly velká ERP řešení, můžeme najít jak v kategorii vítězů, 
tak i v kategorii poražených. Tento fakt byl způsoben tím, že úspěšné podniky většinou 
podpořily implementaci ERP i řadou dalších změn. Poražení často shledávali svou 






2.3.8 Stručný přehled a porovnání klasických metod reengineeringu procesů 
 
Tabulka č. 1: Klasické metody reengineeringu procesů a jejich porovnání 








1. Uvedení do 
reengineeringu 
2. Identifikace 
3. Výběr procesů 
 
4. Poznání procesů 
5. Redesign procesů 
6. Implementace 
Davenpont 1. Vize a cíle 
2. Identifikace 
procesů 








1. Příprava projektu 
2. Identifikace 
3. Vize 
4a. Technický design 
4b. Personální design 
5. Transformace 
Kodak 1. Iniciace projektu 
5. Řízení změny 
2. Poznání procesů 
3. Design nových 
procesů 
5. Řízení změny 
4. Transformace 
podniku 
5. Řízení změny 
(zdroj: 11, s. 41) 
 
,,Porovnání vybraných metodik ukazuje mnoho podobností: 
 Celkový přístup k reengineeringu podnikových procesů je u všech v zásadě 
lineární; 
 dále, metodický postup reengineeringu podnikových procesů je ve všech 
případech podobný postup při vývoji informačních systému podniku“ (11) 
 
Největší rozdíly mezi jednotlivými metodami jsou ve fázi přípravy projektu. 
Davenport požaduje, aby byl projekt kompletně připraven (včetně vize), zatímco ostatní 
metody spíše tíhnou ke schématickému postupu, převzatého z obecné teorie řízení 
projektů. Metody Davenporta, Manganelliho, Kleina a Kodaku zdůrazňují i lidskou 







2.4 STRATEGIE ZAVÁDĚNÍ INFORMAČNÍCH SYSTÉMŮ 
 
 
Chceme-li nahradit stávající IS nebo jeho část novými IS, je nutné k tomu zvolit 
vhodnou strategii záměny obou systémů. Existuje několik strategií, přičemž každá má 
své výhody, nevýhody a rizika. (14) 
 Souběžná strategie 
Jak už vyplývá z názvu, jde o souběžné provozování obou systémů po jistou dobu. 
Během této doby dojde k ověření plné funkčnosti nového systému, proškolení 
pracovníků a získání jistoty, že s funkčností systému jsme spokojeni a provoz starého 
systému může být ukončen. (14) 
 
 
Obrázek č. 4: Schéma souběžné strategie zavádění IS 
(zdroj: 14, s. 123) 
Výhody: Vysoce bezpečná strategie 
Nevýhoda: Vysoce pracná strategie  
 
 Pilotní strategie 
V rámci pilotní strategie zavedeme nový informační systém nejprve v jedné pobočce 
(oddělení) společnosti. Zbylé části společnosti používají starý systém. Když se systém 






Obrázek č. 5: Schéma pilotní strategie zavádění IS 
(zdroj: 14, s. 123) 
Výhoda: Relativně bezpečná strategie 
Nevýhoda: Strategie náročná na vzájemnou kompatibilitu dat a úloh obou systémů 
 
 Postupná strategie 
Podstata postupné strategie se nachází v postupném odebírání částí starého IS a 
jejich nahrazováním částmi nového IS. V praxi se tato strategie používá zejména pro 
inovaci rozsáhlých systémů. (14) 
 
 
Obrázek č. 6: Schéma postupné strategie zavádění IS 
(zdroj: 14, s. 124) 
Výhoda: Bezpečná strategie 
Nevýhoda: Velmi pomalá strategie 
 
 Nárazová strategie 
Při aplikaci této strategie se starý systém ukončí velmi rychle („ze dne na den“) a 
nahradí novým. (14) 
 
 
Obrázek č. 7: Schéma nárazové strategie zavádění IS 
(zdroj: 14, s. 124) 
Výhoda: Vysoce rychlá a efektivní strategie 
Nevýhoda: Vysoce riziková strategie. 
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2.5 BEZPEČNOST INFORMAČNÍCH SYSTÉMŮ 
 
Bezpečnost informačních systémů k velmi aktuálním tématům. Důvodem je 
standardizace a stále se zvyšující objem dat vyměňovaných pomocí komunikační síti. 
Každá společnost by měla svůj informační systém zabezpečovat stejně jako kterékoliv 
své investice. Ovšem zajistit bezpečnost informačního systému je poměrně 
komplikovaná záležitost, která se sestává z mnoha kroků. (12) 
 
2.5.1 Vymezení základních pojmů 
 
 Aktivum (,,asset“) – pojmem aktivum obecně rozumíme vše, co má pro 
organizaci hodnotu (např. pohledávky, peněžní prostředky, …). Pod pojem 
informační aktivum můžeme zahrnout hardware, operační systém, aplikační 
programy, komunikace, podpůrná zařízení (např. klimatizace místnosti serverů) 
apod. To nejcennější, co v informačních systémech chráníme, jsou data a služby 
nebo procesy, které jsou systémem poskytovány nebo zpracovávány. (15) 
o Základní charakteristikou aktiva je jeho hodnota (asset value). Hodnota 
aktiva spočívá na objektivním vyjádření obecně vnímané ceny nebo na 
subjektivním ocenění důležitosti (popř. kombinace obou způsobů 
ohodnocení aktiva) 
o Dalším pojmem, který souvisí s charakteristikou aktiv, je tzv. 
zranitelnost (vulnerability). Zranitelnost vyjadřuje citlivost aktiv na 
působení hrozby. Každé aktivum má nějaké zranitelné místo a s tímto 
faktem je nutno počítat. Toto slabé místo může být využito ke způsobení 
škod nebo ztrát na tomto či jiném aktivu 
o Zranitelné místo může být fyzické (prvek IS/ICT je fyzicky umístěn 
v prostředí, ve kterém může snadno dojít k jeho poškození, zničení či 
úplné ztrátě), přírodní (prvek IS/ICT není schopen se vyrovnat 
s některými objektivními faktory, jako je záplava, požár atd.), 
technologické (prvek IS/ICT není svými konstrukčními 
charakteristikami schopen zajistit požadovaný trvalý plynulý provoz), 
fyzikální (prvek IS/ICT pracuje na takových fyzikálních principech, 
které umožňují jejich zneužití – např. elektromagnetické vyzařování 
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některých komponent), lidské (prvek IS/ICT je ohrožen omyly a 
neznalostí lidí). (12) 
 Hrozba (treat). Hrozba představuje nebezpečí, kterému může být informační 
systém vystaven (15). Spočívá ve využití zranitelného místa k útoku (12) 
 Dopad (impact) je následek, který vznikl naplněním určité hrozby (15) 
 Riziko (risk) vyjadřuje pravděpodobnost výskytu narušení základních atributů 
bezpečnosti informací. Je několik možností jak vyjádřit míru rizika – buďto 
v pravděpodobnostních veličinách a nebo se používá určité stupnice (riziko 
akceptovatelné, malé, střední, velké, kritické) (15) 
 Útok – může mít jasný úmysl, ale může se též jednat i o neúmyslný útok (12) 
 Útočník – může se jednat o osobu mimo organizaci, ale i osobu uvnitř 
organizace. Pro osoby, které realizují úmyslné útoky, používáme několik 
označení a to zejména (12): 
o Hacker – útok pro něj představuje výzvu a prostředek pro dosažení jisté 
prestiže 
o Vyzvědač (spy) – hlavním cílem, pro který útoky provádí, je zisk 
informací využitelných pro různé politické účely 
o Terorista (terrorist) – útoky provádí za účelem vyvolání strachu a obavy. 
o Kriminálník (criminal) – realizace útoků je pro něj spojena s vidinou 
dosažení osobního finančního zisku 
o Cracker, zpravidla programátor – do systémů jiných vlastníků se snaží 
proniknout za účelem krádeže těchto systémů. Typicky se orientuje na ty 
části systémů, které jsou chráněny autorskými právy – tzn. krádeže 
duševního vlastnictví 
o Phracker – cílem takto označovaných útočníků je získání bezplatného 
přístupu k telefonním službám 
o Phreaker – jeho cílem je získat telekomunikační informace, které mu 
umožnují získat přístup k dalším počítačům (12) 
 Protiopatření (countermeasuce) – snižuje úroveň rizika. Obvykle vybíráme 
taková opatření, u kterých jsou náklady (na ně vynaložené) přiměřené hodnotě 
chráněných aktiv (případně hodnotě škod vzniklých dopadem hrozby) (12) 
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 Bezpečnostní požadavky – při jejich stanovení vycházíme nejen z charakteru 
systému a požadavků na ně kladených, ale také z celé řady standardů, norem, 
zákonů a nařízení. V dokumentu ,,Národní strategie informační bezpečnosti ČR 
– Příloha č.2“ obsahuje jejich přehled, obecně je, ale můžeme formulovat jako 
(12): 
o Zachování důvěrnosti (confidentiality) – spočívá v přístupu k aktivům 
pouze pro autorizované subjekty, tj. osoba, proces nebo zařízení 
disponující oprávněními k provádění činností IS/ICT. Příkladem může 
být chránění obsahu zaslané elektronické zprávy před třetí stranou, aby 
třetí strana obsah této zprávy nezjistila 
o Zachování dostupnosti (availability) – autorizované subjekty mohou na 
své vyžádání vykonávat činnosti a není jim odmítnut přístup k činnosti. 
Jako příklad si můžeme uvést situaci, kdy požadujeme v elektronickém 
obchodě vložit svoji objednávku, ale systém nám odepře tuto akci 
provést. Důvodem může být abnormální počet souběžně pracujících 
uživatelů v daném okamžiku 
o Zachování integrity – ke změně aktiva nemůže dojít neautorizovaným 
subjektem, nepovolenou činností nebo nekompletním prováděním změn. 
Příklad – je zjištěno, že přenášená zpráva elektronické pošty elektronické 
pošty není při průchodu internetem nikde neoprávněně změněná (2) 
 Dále je nezbytné sledovat a ovlivňovat i další vlastnosti systému ovlivňující jeho 
bezpečnost, jako jsou (12): 
o Prokazatelnost (authentication) – umožňuje vysledovat jakoukoliv akci, 
která v systému proběhla a také zjistit jejího původce 
o Nepopiratelnost (non-repudiation) – znamená, že subjekt nemůže 
odmítnout (popřít) svoji účast na provádění nějaké akce 
o Spolehlivost (reliability) – spočívá v zajištění jednoty mezi reálným 







2.5.2 Bezpečnostní politika 
 
„Bezpečnostní politika je soubor zásad a pravidel, s jejichž pomocí organizace chrání 
svá aktiva. Bezpečnostní politika je kontinuálně aktualizována v souladu se změnami 
prostřední a může zahrnovat (12): 
 politiku přípustného užívání aktiv, 
 specifikaci vzdělávacího procesu svých zaměstnanců v oblasti ochrany aktiv, 
 objasnění způsobu uskutečňování a vynucování bezpečnostních opatření, 
 proceduru vyhodnocení účinnosti politiky vedoucí k provedení její změny.“ (12) 
 
„Bezpečnostní politika musí vycházet z vrcholového vedení firmy, nikoliv z útvaru IT (je 
chápána v širším pojetí než jen ochrana elektronických dat.“ (15) 
 
Bezpečnostní politika se zabývá zejména (15): 
 fyzickou bezpečností (organizací fyzického přístupu ke zdrojům), 
 personální bezpečností, 
 komunikační bezpečností (zabezpečením komunikačních přenosů, šifrováním, 
ochranou proti odposlechu), 
 administrativní bezpečností, vstupními a výstupními kontrolami, podáváním 
zpráv o incidentech, 
 analýzou rizik, vyhodnocením zranitelnosti a hrozeb, plánováním odpovídajících 
protiopatření, 
 plánováním postupu po incidentu, který způsobil porušení bezpečnosti“ (15) 
 
„Podle požadovaného stupně zabezpečení je možno definovat čtyři obecné typy 
bezpečnostní politiky (12): 
 promiskuitní bezpečnostní politika, která ve svých pravidlech nikoho neomezuje 
a povoluje subjektům realizovat vše, včetně toho, co by neměli konat 
 liberální – ve svých pravidlech umožňuje realizovat vše, až na výjimky, které 
jsou explicitně vyjmenované 




 paranoidní – zakazuje dělat vše, co je potencionálně nebezpečné, tedy i to, co by 
nemuselo být explicitně zakázáno (12) 
 
2.5.3 Potencionální hrozby 
 
Hovoříme-li o hrozbách, můžeme je klasifikovat do prakticky stejných skupin, jaké již 
byly uvedeny výše u zranitelných míst aktiv. 
Velká většina hrozeb (více jak 50% z celkového množství) spadá do kategorie 
neúmyslných hrozeb. Mezi základní hrozby na aktiva patří neoprávněné, náhodné a 
úmyslné (12): 
 Prozrazení tajných informací 
 Upravení 
 Zničení 
 Bránění v dostupnosti informačního systému autorizovaným uživatelům 
 
Mezi typické útoky v síťovém prostředí pak můžeme zařadit tyto (12): 
 Odposlech – útok směřovaný na zcizení informace, kterou může být číslo 
kreditní karty, platební příkaz, heslo atd. V některých případech jde pouze o 
zjištění, že mezi zúčastněnými partnery byla provedena nějaká transakce, aniž 
by byl podstatný obsah této transakce. Znalost frekvence výměny zpráv mezi 
těmito partnery pak umožňuje třetí straně např. nekalé chování na trhu. (12) 
 Vyhledávání hesel – odhalení hesla umožní útočníkovi přístup k systému, jeho 
zdrojům a informacím. Mezi známé metody patří (12): 
o Využití „trojského koně“ – trojský kůň je program se skrytou, 
nedokumentovanou funkcí (efektem), který může uložit na místo 
přístupné útočníkovi zadané autentizační informace 
o Útok hrubou silou – útočník postupně zadává všechny možné kombinace 
hesel, dokud nenalezne správné autentizační heslo 
o Slovníkový útok – útočník k útoku používá hesla vyskytující se 
v jazykových slovnících 
o Útok na heslo související s uživatelem – k útoku se používají informace 
související s uživatelem (např. datum narození, jméno, atd.). 
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 Modifikace dat – při tomto útoku dochází k modifikaci obsahu určitých 
transakcí či změně uložených informací (12) 
 Podvody – jedna strana zde při komunikaci využívá tzv. maškarády. Rozumíme 
tím, že se vydává za někoho jiného. 
 Odmítnutí, popření – tento útok spočívá v tom, že jedna strana popírá či odmítá 
svoji účast na provedené transakci. Tento útok může způsobit problémy při 
zpracování citlivých údajů, kdy následkem může být např. odstoupení od 
smlouvy 
 Viry – jedná se o takovou formu počítačové infiltrace, která má schopnost 
vlastního množení a infikování dalších systémů (samozřejmě bez vědomí 
uživatele). Viry jsou dodatečně navázány na jiný program jako jeho část a 
provádí vyžádanou činnost. Tyto činnosti nemusí škodit, mohou škodit přímo 
(např. mazáním souborů) nebo mohou škodit nepřímo (např. získáváním 
informací). Část viru provádí jeho vlastní činnost a část činnost autoreprodukční 
 Trojské koně – program, který ve svém kódu obsahuje takovou sekvenci, která 
má většinou destruktivní charakter a aktivuje se na nějaký, pro uživatele 
neznámý, impuls. Na rozdíl od virů se ale sám nereplikuje 
 Červi – soběstačný, samostatný a sebereplikující se program. Nevyžaduje žádný 
hostitelský program. Ke svému spuštění nepotřebuje žádnou činnost uživatele 
 Poplašné zprávy – neboli hoax. E-mailové zprávy, které obvykle upozorňují na 
velmi nebezpečné, ve skutečnosti však neexistující viry. Šíření hoaxů je někdy 
rychlejší než šíření skutečných virů a tomu šíření říkáme spamming 
 Spyware – program, jehož kód je zaměřený na sledování činnosti počítače a 
uživatele. Takto získaná data se pak často odesílají na adresy definované 
autorem tohoto kódu 
 a další parazitující programy – např. zadní vrátka (backdoor), únosce prohlížečů 
(browser hijackers) a další (12) 
 
2.5.4 Druhy ochran 
 
 Proti ztrátě nebo zničení – základní druh ochrany, který je nutno aplikovat u 
všech systémů a u všech druhů informací (zajišťuje dostupnost těchto 
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informací). Může dojít k neúmyslnému i úmyslnému napadení dat. Data musí 
být rovněž chráněna proti zásahu vnějších přírodních sil (15) 
 Proti zneužití – tato ochrana zajišťuje důvěrnost informací. Mimo všeobecných 
informací, platí pro všechny informace. Její podstatou je vymezení pasivního 
přístupu k datům: čtení (prohlížení) určitých dat jen oprávněným uživatelům. 
Přístupová práva pro tyto vybrané (oprávněné) uživatele se stanovují 
k souborům, položkám, dokumentům apod. Může se určit i časové omezení, kdy 
oprávněný přístup k datům platí např. v pouze určené dny. Proti zneužití takto 
chráníme i programy. Cílem je zamezit např. jejich nelegálnímu kopírování (15) 
 Proti nežádoucím změnám – touto ochranou je (má být) zajištěna integrita 
informací. Ochrana proti nežádoucím změnám se týká všech informací a to i 
včetně těch všeobecných. Oproti ochraně proti zneužití dat spočívá se stanovení 
aktivního přístupu – tzn.: určitá data smí vkládat, měnit nebo rušit jen stanovení 
pracovní provozovatele nebo určení uživatelé (případně jejich skupiny). I zde je 
možnost časového omezení těch práv. K nežádoucím změnám může dojít i 
v programech (například působením viru). K této ochraně také patří zabezpečení 
shodnosti dat, které jsou uloženy duplicitně v různých částech systému (15) 
 
2.5.5 Prostředky ochran 
 
 Technické prostředky 
o Prostředkem ochrany proti jsou zde spolehlivé technické prvky, vybavení 
bezpečnostním nábytkem, ukládání medií do zajištěných skříní, ukládání 
kopií na místo vzdálené od centra systému, zamezení vstupu 
nepovolaných osob, protipožární ochranu, ochranu proti zatopení, 
obnovu po živelné pohromě atd. 
o Proti zneužití a proti změnám (neoprávněnému aktivnímu i pasivnímu 
přístupu) poskytuje ochranu programové vybavení, využívající některé 
technické prostředky. Může se jednat o různé identifikační klíče nebo 
karty, snímače klíčů, otisky prstů nebo dlaní apod. (15) 
 Programové prostředky 
o Proti zničení v důsledku působení počítačových virů bojujeme 
antivirovými programy. Na ochranu proti fyzickým vlivům nebo lidským 
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záškodníkům pořizujeme archivní kopie, které uchováváme po několik 
generací dat 
o Ukládáním a přenášením dat v šifrované formě se chráním proti zneužití 
dat. K čemuž slouží sofistikované šifrovací algoritmy. Dále bychom si 
také měli dávat pozor na elektronické smetí (hesla, přístupové kódy atd., 
které zůstávají ve vyrovnávacích a spoolových pamětích i po dokončení 
akce) a magnetické smetí (příkaz smazání dat na disku se provede 
obvykle jen výmazem záznamu ve FAT – vlastní zápis na disku zůstává 
a lze jej snadno přečíst; pomocí specializovaných prostředků i 
z reformátových disků) (15) 
o Pro ochranu proti zneužití i pro ochranu proti změnám (neoprávněnému 
aktivnímu i pasivnímu přístupu) používáme osobní identifikaci a 
autentizaci. Uživatelská identifikace je založena na přihlašovacím jménu 
uživatele (login) a na další speciální charakteristice, například na znalosti 
čísla nebo textu (PIN, heslo, …), na vlastnění předmětu (klíč, karta) nebo 
na charakteristických rystech subjektu (otisky prstů, hlasové spektrum, 
…) (15) 
 Organizační (režimní) prostředky 
o Do této skupiny můžeme zařadit všechny druhy ochran (proti zničení, 
zneužití i změnám). Do bezpečnostní politiky, do projektu i do realizace 
systému zařazujeme zavedení organizačních struktur a systému 
zodpovědností, plánování reakcí na nepředvídatelné skutečnosti, postupy 
archivace a obnovy, způsoby používání externího software atd. Nutné je 
i organizačně velmi pečlivě naplánovat a zabezpečit likvidaci odpadů – 
jak elektronického a magnetického smetí, tak i různého jiného 
„informačního odpadu“ 
o Jak bylo zjištěno, nejvíce případů narušení bezpečnosti systému má 
původ u zaměstnanců vlastníka systému (15) 
o Speciální problém představuje organizační ochrana proti tvůrcům a 
správcům systému. Neoprávněné akce ze strany těch lidí bývají na 
vysoké intelektuální úrovni a je tedy nutné nasazovat netradiční ochranné 
prostředky nejvyšší možné úrovně. Může se jednat například o důmyslné 
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přehledy o pohybu financí v systému, revize programů atd. Důležité je i 
pečlivě vybírat zaměstnance (15) 
 Kombinace prostředků 
o Bezpečnost systému se zvyšuje s tím, čím více různých prvků ochrany 
použijeme a čím důmyslněji je kombinujeme a propojujeme. V praxi tak 
platí, že pro dobrou úroveň ochrany využíváme vždy kombinace 
technických, programových i organizačních prostředků 
o V ČR existují specializovaní dodavatelé, zabývající se ochranou 
informačních systémů, kteří dodávají účinné ochranné prostředky pro 
tyto účely (od těch jednoduchých až po ty komplexní) (15) 
 
 
3 ANALÝZA SOUČASNÉHO STAVU 
 
3.1 HISTORIE AQUACENTRA 
 
V roce 2005 byla provedena rekonstrukce bývalé budovy zemědělského 
družstva. Vybudovalo se 20 malometrážních bytů pro seniory a jeden byt pro potřebu 
obce. V přízemí domu jsou ubytovací prostory, kde je 5 pokojů s 12i lůžky. Bylo 
vybudováno i aquacentrum s bazénem 7x3 m3, whirpool a saunou, které využívají jak 
občané, tak i z širšího okolí. (16) 
V přízemí jsou místnosti, které jsou v současné době využívané k rehabilitačním 
službám. 
Celá rekonstrukce domu s chráněnými byty stála 30 151 901 Kč, včetně dotace 









3.2 PŘEDMĚT PODNIKÁNÍ A SORTIMENT SLUŽEB 
 
3.2.1 Předmět podnikání 
 
Předmětů podnikání paní Krejčířové je hned několik na základě čtyř živnostenských 
oprávnění. (16) 
 
Živnostenské oprávnění č. 1: Masérské, rekondiční a regenerační služby. 
Živnostenské oprávnění č. 2: Výroba, obchod a služby neuvedené v přílohách 1 až 3 
živnostenského zákona. 
Živnostenské oprávnění č. 3: Hostinská činnost 
Živnostenské oprávnění č. 4: Poskytování tělovýchovných a sportovních služeb 





3.2.2 Sortiment služeb 
 
V Aquacentru Zdounky nalezneme (17): 
 Bazén se slanou vodou o teplotě nad 32°C 




Součástí Aquacentra Zdounky je také ubytovna, která disponuje touto kapacitou (18): 
 1 čtyřlůžkový pokoj 
 4 dvoulůžkové pokoje 
Každý pokoj má také své vlastní kompletně vybavené sociální zařízení. (18) 
 
Provozovatelka Aquacentra Zdounky také nabízí kurzy plavání dětí (19): 
 Kurzy pro děti od 6 měsíců do 6 let 
 Plavání ve vaničkách pro děti od 6 týdnů 
 Plavecký kroužek pro děti od 6 let do 8 let 
Dětem je k dispozici také krásný dětský koutek a pro doprovod dítěte během každé 
lekce whirpool a sauna zdarma. 
Lekce jsou vedeny provozovatelkou Aquacentra Zdounky – paní Krejčířovou, která je 
akreditovanou instruktorkou MŠMT. (19) 
 
Další z poskytovaných služeb je možnost rezervace celého aquacentra jen pro sebe. 
Tuto možnost můžou zákazníci využít i mimo běžnou provozní dobu. (19) 
 
Paní Krejčířová poskytuje v aquacentru masérské služby (pro které je nutná předchozí 
objednávka).  
Nabídka masáží (20): 
 Ruční olejové masáže 





3.3 SWOT ANALÝZA PODNIKU 
 
SWOT analýzu můžeme také označit jako analýzu silných a slabých stránek, 
příležitostí a hrozeb. SWOT analýza v podstatě představuje sloučení dvou analýz – 
analýzy SW a analýzy OT. Obvykle se doporučuje začít analýzou OT – příležitostí a 
hrozeb, které přichází z vnějšího okolí podniku. A to z prostředí makroekonomického 
(faktory politicko-právní, ekonomické, sociálně-kulturní, technologické) i z prostředí 
mikroekonomického (zákazníci, dodavatelé, konkurence, veřejnost). Po důkladném 
provedení analýzy OT následuje analýza SW. Analýza SW se již týká vnitřního 
prostředí (firemní kultura, mezilidské vztahy, organizační struktura, kvalita 
managementu atd.). (21) 
 
Tabulka č. 2: SWOT analýza podniku 
Silné stránky (strenghts) Slabé stránky (weaknesses) 
 Stálá klientela 
 Velmi dobré jméno společnosti 
 Vysoká spokojenost zákazníků 
 Přehledné webové stránky 
 Nezadluženost podniku 
 Provoz v průběhu celého týdne 
 Nabídka různých služeb na jednom 
místě 
 Individuální přístup ke každému 
zákazníkovi 
 Časová flexibilita 
 Špatné jméno a reklama vytvořené 
předchozí provozovatelkou 
 Méně efektivní řízení infromací 
 Nedostatečné značení cesty v obci 
do aquacentra 
 Absence bazénu pro sportovní 
plavání 
 Omezený provoz v průběhu celého 
roku 
 Omezená kapacita aquacentra 
 Malé prostory šaten 
 Omezený sortiment baru 
Příležitosti (opportunities) Hrozby (threats) 
 Zavedení nového informačního 
systému 
 Snaha přizpůsobení se přáním 
zákazníků 
 Narůstající obliba aquacentra 
 Rozšíření sortimentu 
poskytovaných služeb 
 Růst cen produktů souvisejících 
s činností podniku 
 Odliv klientely v případě 
nepřizpůsobování se novým 
trendům 
 Příchod nové konkurence 
 Zvýšení provozních nákladů 







Aquacentrum si během doby, po kterou ho provozuje paní Krejčířová, získalo velmi 
dobré jméno a reference, což vedlo i k získání stálé klientely. Výhodou pro tyto stálé 
klienty je možnost zakoupení zvýhodněných vstupů v podobě permanentek. Naopak 
výhodou pro Aquacentrum Zdounky jsou výborné reference zákazníků a velmi pozitivní 
zpětná vazba. Již několikrát se stalo, že tito stálí zákazníci přivedli do aquacentra další 
zákazníky. Příkladem z praxe může být paní, která Aquacentrum Zdounky navštívila 
v rámci rezervace se svými kolegyněmi z práce, a natolik se jí tam zalíbilo, že ho začala 
navštěvovat i se svým přítelem v době, kdy je aquacentrum otevřeno pro veřejnost. 
Aquacentrum Zdounky je v provozu od pondělí do neděle. A škála služeb, která je 
zde zákazníkům poskytována, je celkem široká. Počínaje kurzy plavání pro děti již od 6i 
měsíců až do 8 let, přes běžný provoz, kdy je návštěvníkům k dispozici finská sauna, 
whirpool a bazén, slanou vodou a bar, až po možnost si celé aquacentrum rezervovat 
pouze pro sebe. V tomto případě je aquacentrum k dispozici pouze pro uzavřenou 
společnost a lze tak prožít příjemné chvíle se svou rodinou či například romantický 
večer s partnerem. Významným pozitivem, je časová flexibilita a vstřícnost vůči 
zákazníkům. Zákazníci si tak aquacentrum můžou pronajmout prakticky v jakoukoliv 
dobu (samozřejmě mimo dobu, kdy je aquacentrum otevřeno pro veřejnost). V případě, 
že návštěvník přijde do Aquacentra Zdounky v době, kdy je otevřeno pro veřejnost, 
může si vybrat, zda využije pouze jedné z nabízených služeb nebo jejich kombinací – 
v tomto případě jsou zde opět zvýhodněné vstupy. Mimo již výše zmíněné služby 
zákazníci můžou využít masérských služeb nebo služeb ubytovacích, které jsou rovněž 
poskytovány v areálu aquacentra. Služby jsou do jisté míry ve svém okolí originální, 
protože v blízkém okolí není nikdo, kdo by poskytoval bazén s mořskou solí a teplotou 
nad 32°C. 
Další významnou silnou stránkou je ochota a schopnost provozovatelky vzdělávat se 
a doplňovat si různá oprávnění. Většinu služeb (zejména plaveckých kurzů a masáží), 
tak může poskytovat sama, ve vlastní režii, čímž může zaručit jejich vysokou kvalitu. 
 
Slabé stránky: 
Špatné jméno Aquacentra Zdounky, které „vybudovala“ předchozí provozovatelka, 
bylo jedním z největších problémů při novém provozu aquacentra. Předchozí provozní 
46 
 
mimo jiné zanedbávala čistotu aquacentra, nedodržovala časy otvírací doby atd. Tyhle 
skutečnosti samozřejmě vedly k naprosté nespokojenosti zákazníků, které bylo velmi 
těžké získat zpět, když aquacentrum začala provozovat paní Krejčířová. 
Méně efektivní řízení informací je problém, který bych chtěla pomoci vylepšit 
přínosem mé bakalářské práce. 
Dalším problémem, na který si zákazníci občas stěžují, je nedostačující vyznačení 
cesty v obci do aquacentra. Stává se tak, že zákazníci, kteří nejsou místní či jedou do 
aquacentra poprvé, bloudí po obci a nemůžou aquacentrum najít. 
Slabou stránkou Aquacentra Zdounky je chybějící bazén pro sportovní plavání. 
Aquacentrum ani nedisponuje prostory, ve kterých by tento bazén mohl být vybudován. 
Nejčastějšími zákazníky Aquacentra Zdounky jsou předně tedy starší lidé nebo matky 
s dětmi, které bazén nenavštěvují kvůli sportovnímu vyžití, ale spíše pro rekreaci. 
Aquacentrum je tak ochuzeno o klientelu mladších lidí, kteří vyhledávají plavecké 
bazény pro sportovní účely. 
Dalším menším nedostatkem jsou rozměry bazénu, pouze 7x3 m3. Při běžném 
provozu (zejména tedy v provozní době pro veřejnost) se občas kapacita bazénu stává 
málo dostatečnou až téměř nedostatečnou. Při vyšší návštěvnosti se stává téměř 
nedostačující prostor šatek, který je rovněž celkem malý a zákazníci pak nemají mnoho 
osobního prostoru. 
Sortiment bazénu je poměrně široký, ale myslím, že celkem významně v něm chybí 
nějaké občerstvení jako například párek v rohlíku. Mimo nápoje jsou na baru zatím 
k dispozici zejména sladkosti, které člověka v případě hladu moc nezasytí. 
Nevýhodou (zejména pro provozovatele) je omezená provozní doba aquacentra 
v průběhu roku. Během léta aquacentrum nemůže konkurovat veřejným venkovním 
bazénům a proto je v provozu jen ubytovna. 
 
Příležitosti: 
Jako hlavní příležitost shledávám zavedení nového informačního systému, který by 
měl umožnit on-line rezervace a objednávky. Tato možnost by zvyšovala komfort 
zákazníků, kdy by nemuseli nikam volat, jen by se podívali na volné časy a objednali 
se, a také zefektivnit správu těchto rezervací. 
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Další příležitostí je velká snaha provozovatelky Aquacentra Zdounky přizpůsobit se 
požadavkům a přání zákazníků. Díky této skutečnosti také narůstá oblíbenost 
aquacentra. Jako jednu z dalších možností pro rozvoj aquacentra a oslovení dalších 
potencionálních zákazníků, shledávám otevření nějakého kurzu pro dospělé – např. 
aquazumbu či aquaaerobic. Výše uvádím, že jednou ze silných stránek Aquacentra 
Zdounky je ochota provozovatelky vzdělávat se a následně poskytovat kurzy ve vlastní 




Významnou hrozbou pro Aquacentrum Zdounky je případné zvýšení cen produktů 
souvisejících s činností tohoto podniku. Ať už by se jednalo o zboží prodávané na baru 
nebo například o prostředky nutné k údržbě čistoty nejen vody, bazénu, whirpool, ale 
celého aquacentra. Zvýšení cen těchto produktů by samozřejmě vedlo i ke zvýšení cen 
služeb aquacentra. V podstatě stejný důsledek by mělo i zvýšení provozních nákladů, 
kterými je myšleno zejména nájemné či ceny energií. 
Služby Aquacentra Zdounky jsou do jisté míry originální. Bazén se slanou mořskou 
vodou o teplotě nad 32°C bývá obvykle k dispozici jen například v termálních lázních, 
které jsou ovšem pro klientelu aquacentra vzdálené natolik, že by se nevyplatilo jezdit 
v krátkých časových intervalech. Hrozbou pro Aquacentrum Zdounky by byl příchod 
nového konkurenta, který by v blízkém okolí nabízel tyto služby. Odliv zákazníků by 
rovněž mohl být způsoben nepřizpůsobením se nových trendů. 
 
3.4 STRUČNÝ POPIS VYUŽÍVANÝCH IT TECHNOLOGIÍ 
 
3.4.1 Stolní počítač 
 
 Operační systém: Windows 7 Professional 
 Procesor: 
o Intel Core i5 
o Frekvence procesoru: 3,1 GHz 
 Operační paměť: 
o Velikost: 4 GB 
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o Typ: DDR3 
 Pevný disk: 
o Velikost: 1 TB 
o Otáčky: 7 200 ot/min 
 




Silné stránky zdrojového kódu: 
 Deklarovaná definice typu dokumentu v hlavičce (XHTML 1.0 Transitional) 
 Určení znakové sady (UTF-8) 
 Správně vyplněný titulek stránky 
 Optimální velikost zdrojového kódu (vyhledávač není zatížen přebytečnými 
daty). Celková velikost HTML kódu: 9kB 
 Stránka je podle deklarovaného XHTML 1.0 Transitional validní 
 Stránka neobsahuje vnořené tabulky 
 Alternativní textové popisy netextových elementů 
 Kvalitní strukturování textů do odstavců 
 
Slabé stránky zdrojového kódu: 
 Nevyplněný popisek stránky 
 Nevyplněný informace pro roboty 
 Mnoho inline vložených CSS stylů 
 Více nadpisů 1. Úrovně 
 
3.5 POPIS REZERVAČNÍHO PROCESU 
 
V následující kapitole bude popsán proces rezervace tak, jak se uskutečňuje 
v současné době. K popisu bude sloužit i ER diagram společně s popisem jeho 
jednotlivých entit a také procesní EPC diagram. 
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Podnět k vzniku rezervačního procesu dávají zákazníci. Zákazníci kontaktují 
paní provozní Aquacentra Zdounky a zjistí veškeré informace, které potřebují (zejména 
volné termíny). Provozní si objednávku zapíše do svého osobního diáře a poté musí o 
této situaci informovat zaměstnance. V případě, že se jedná o objednávku předčasnou 
(tzn. několik dní před uskutečněním rezervace) zapíše tuto objednávku do rozpisu 
objednávek, který se pro zaměstnance nachází přímo v aquacentru. Jestliže se jedná o 
objednávku v den, kdy má rezervace proběhnout, kontaktuje zaměstnance (který je ten 
den na směně) a domluví se s ním na průběhu směny. 
 
Zákazník – tabulka obsahující údaje o zákazníkovi. V současné době se o každém 
zákazníkovi uchovává pouze jeho celé jméno a kontakt (telefon případně e-mail). 
 Atribut ID Zákazníka je v této tabulce primárním klíčem. 
 
Zaměstnanec – tabulka s údaji o všech zaměstnancích. Nacházejí se zde i nadřízení 
zaměstnanci i jím podřízení. Rozlišení nadřízenosti/podřízenosti nalezneme v atributu 
pracovní pozice a také v atributu nadřízený, ve kterém bude uvedeno ID nadřízeného 
zaměstnance (nadřízený pracovník pak zde bude mít své vlastní ID). ID Zaměstnance 
vyplněné v atributu nadřízený se tak stává cizím klíček do tabulky Zaměstnanec. Do 
skupiny nadřízených pracovníků mohou patřit zaměstnanci oprávnění poskytovat 
plavecké kurzy, masáže nebo vytvářet rezervace či samotná provozní aquacentra, která 
tuto podnikatelskou činnost vykonává na své vlastní jméno a svou vlastní 
zodpovědnost. Nadřízení pracovníci určují, který z jim podřízených pracovníků bude u 
skutečné realizace jednotlivých rezervací a vytváří tak pro tyto zaměstnance plán směn. 
 Primární klíčem v tabulce Zaměstnanec je atribut ID Zaměstnance. 
 Dalším velmi důležitým atributem je telefonní číslo. Je důležité, aby telefonní 
číslo bylo vždy aktuální a zaměstnanci (ať už nadřízení nebo podřízení) tak byli 
kdykoliv k zastižení. 
 
Rezervace – v této tabulce jsou údaje o všech provedených rezervacích – a to zejména 
na jaké jméno byla rezervace provedena, od kdy do kdy bude rezervace probíhat. 
 Atribut ID Zaměstnance (nad.) bude vždy obsahovat hodnotu ID jednoho 
z nadřízených pracovníků a to konkrétně toho pracovníka, který danou rezervaci 
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vytvořil, a pro jejíž uskutečnění vybral jednoho z podřízených zaměstnanců. Vybraného 
zaměstnance pro realizaci určuje atribut ID zaměstnance (pod.). Oba atributy (ID 
Zaměstnance (nad.), ID Zaměstnance (pod.)) tvoří v tabulce rezervace cizí klíče. 
 Tabulka rezervace zároveň slouží jako dekompozice vztahu N:M mezi tabulkami 
Zaměstnanec a Zákazník. 
 Primární klíč pro tabulku rezervací je atribut ID Rezervace. 
 
Přehled služeb – jednoduchá tabulka obsahující souhrn všech služeb nabízených 
v Aquacentru Zdounky. Ke každé službě také náleží atribut charakteristika služby, jenž 
obsahuje popis toho, co vše je v rámci této služby nabízeno a poskytováno. 
 Primárním klíčem je atribut ID Služby. 
 
Rezervovaná služba – další dekompoziční tabulka. Tentokrát se jedná o dekompozici 
vztahu N:M mezi tabulkami Přehled služeb a Rezervace. Během jedné rezervace může 
být využito více služeb a naopak jedna služba může být rezervovaná vícekrát (pro více 
rezervací). Atribut poznámka slouží pro zapsání případných speciálních přání zákazníka 
ke službám. 
 Primární klíč je vytvořen z atributů ID Rezervace, Pořadí služby a ID Služby. 




Obrázek č. 9: ER diagram rezervačního procesu 


















4 NÁVHR VLASTNÍHO ŘEŠENÍ 
 
 V následující kapitole budou, na základě analýzy současného stavu, definovány 
přesné požadavky na nový informační systém. Dále zde budou vymezeny kritéria 
sloužící pro vzájemné porovnání nabízených informačních systémů. Výstupem této 
kapitoly bude doporučení konkrétního informačního systému k implementaci. 
 
 Požadavky na informační systém: 
 
 Podpora správy rezervací 
o Informační systém by měl dokázat vytvořit přehledný systém rezervací. 
Ke každé rezervaci by měly být dostupné informace jako kdy a co je 
komu rezervováno, cenu této rezervace a případně další poznámky k této 
rezervaci. Cílem je pro zaměstnance získat neustálý přehled o 
rezervacích a vytíženosti aquacentra a ubytovny 
 Možnost pro zákazníky provádět rezervace on-line 
o Vybraný informační systém by měl jít snadno implementovat na stávající 
internetové stránky a umožňovat, tak správu a příjem rezervací on-line. 
Cílem je zvýšit komfort zákazníků, kteří si snadno a rychle vytvoří 
přehled o volných termínech pro rezervace a pro vytvoření vlastní 
rezervace již nebudou muset nikam volat, případně jezdit. Rezervaci 
vytvoří jen díky několika kliknutím 
 Podpora skladového hospodářství 
o Prostřednictvím informačního systému by mělo být dosaženo snadné 
evidence zásob. Měl by obsahovat snadné nastavení prodejního 
sortimentu a následnou definici toku zboží mezi skladem, barem a 
pokladnou. Cílem je tedy přesná evidence údajů o zásobách. Přínos 
evidence skladových zásob však spočívá také možnosti získání rychlého 
přehledu o dění ve skladu a možnosti tisku sestav a grafických výstupů 
 Správa pokladny 
57 
 
o Cílem je snadno získat dokonalý přehled o financích. Zejména se bude 
jednat o příjem a výdej peněz do/z pokladny. Prostřednictvím 
informačního systému však bude možné také sledovat aktuální tržby, či 
vývoj tržeb a srovnávat je v jednotlivých obdobích, řídit stav cashflow, 
otevírat nebo uzavírat pokladu a v neposlední řadě také generovat účetní 
výstupy 
 Reporting a analýza 
o Důležité je, aby informační systém dokázal se získanými daty pracovat a 
zpracovávat je v libovolných vztazích. Nejde pouze o zpracování 
informací z oblasti financí (např. tok peněz), ale také o statistických 
datech návštěvnosti, prodejnosti jednotlivých druhů zboží atd. 
Informační systém by měl uživateli poskytnout taková data, která budou 
sloužit pro podporu manažerského rozhodování 
 Správa požadovaných procesů by měla být realizována jedním 
informačním systémem 
o Společná databáze pro všechny části informačního systému 
 Intuitivní přístup k informačnímu systému pro zákazníky i zaměstnance 
o Informační systém by se měl vyznačovat snadným ovládáním pro obě 
strany jeho uživatelů – tzn. pro zákazníky i zaměstnance. Vzhled by měl 
být přehledný bez zbytečných informací či jiných rušivých elementů. 
Zákazník by v takovém informačním systému měl snadno a rychle najít 
veškeré informace, které potřebuje. Ovládání systému by pro zákazníka 
mělo být intuitivní, aby ho neodradilo od uskutečnění rezervace. I pro 
zaměstnance ovládání informačního systému nemělo představovat 
problém, aby bylo dosaženo požadovaného efektu – tzn. usnadnění a 
zefektivnění práce zaměstnanců. Intuitivní přístup pro zaměstnance také 
spočívá ve snadném zaškolení nových pracovníků/brigádníků. Práce 
s informačním systémem by měla byt natolik intuitivní, aby stačilo 
zaškolení od personálu 
 Systémová podpora v českém jazyce 
 Usnadnění práce zaměstnanců 
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o Podnikový informační systém by měl učinit podnikové procesy 
přehlednější a tím i usnadnit práci zaměstnanců. Usnadnění práce např. 
v oblasti zásob, kdy by zaměstnanci nemuseli prohledávat sklad při 
hledání potřebné zásoby, ale stačilo by se pouze podívat do systému, zda 
je tato zásoba vůbec na skladě 
 Dostupnost informačního systému i v mobilních telefonech 
o Vzhledem k rostoucí oblibě chytrých telefonů a internetu v mobilu by 
měl vybraný informační systém disponovat i rozhraním pro mobilní 
telefony, aby zákazníci mohli získat informace o obsazenosti aquacentra 
a ubytovny mohly získat nejen z domova či práce, kde mají přístup k PC, 
ale například i z automobilu či restaurace, kde mají po ruce pouze 
mobilní telefon s internetem 
 
Nový informační systém nebude hodnocen pouze schopnosti pokrytí všech potřebných 
oblastí Aquacentra Zdounky, ale i dle následujících kritérií: 
 
 Pokrytí IS 
 Cena 
 Doba implementace 
 Intuitivní přístup k informačnímu systému pro zákazníky 
 Intuitivní přístup k informačnímu systému pro zaměstnance 
 Školení pro zaměstnance 
 Uživatelská podpora 
 
Pokrytí IS 
- Samozřejmě představuje nejdůležitější, nejvýznamnější a tím pádem i vysoce 
hodnocené kritérium 
- Hodnotí, jak je konkrétní informační systém schopný pokrýt všechny 
požadované oblasti – zejména se jedná o správu rezervací a to včetně možnosti 
vytvářet rezervace přes web, správu pokladny a zásob 






- Cena by měla být taková, aby ji byla provozní aquacentra schopna uhradit 
z vlastních zdrojů a nebylo nutné se kvůli zavedení nového informačního 
systému zadlužit; tento fakt ovšem neznamená, že bude vybrán nejlevnější 
informační systém, cena by také měla odpovídat kvalitě 
- Při hodnocení bude toto kritérium rozděleno na 2 body – pořizovací cena + roční 
náklady na informační systém 
- Váha: 3 (1 + 2)  
 
Doba implementace 
- Jedná se o dobu, která je potřebná ke kompletnímu zavedení informačního 
systému do ostrého provozu 
- Váha: 0,5 
Intuitivní přístup k informačnímu systému pro zákazníky 
- Toto kritérium odráží, do jaké míry jsou jednotlivé informační systémy příznivé 
pro uživatele, jak snadno a za jakou dobu by se v nich uživatelé začali orientovat 
a naučili se s nimi pracovat 
- Váha: 1,5 
 
Intuitivní přístup k informačnímu systému pro zaměstnance 
- V podstatě se jedná o stejné měřítko, jako předcházející kritérium, ovšem 
z pohledu zaměstnanců – tzn.: jakou dobu zaměstnancům potrvá, než se naučí 
s informačním systém pracovat 
-  Oproti předešlému kritériu, má toto kritérium trochu nižší váhu, neboť se 
předpokládá, že producenti informačních systémů poskytnou zaměstnancům 
školení o užívání jednotlivých systémů 
- Váha: 1 
 
Školení pro zaměstnance 
- Hodnocení informačního systému podle toho, zda jeho výrobce tuto službu 
nabízí 
- Školení by měla být krátká a efektivní 
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- Váha: 0,5 
 
Uživatelská podpora 
- Hodnocení služeb, které poskytují výrobci jednotlivých informačních systémů 
pro uživatele těchto systémů 
- Váha: 1,5 
 
4.1 SROVNÁNÍ INFORMAČNÍCH SYSTÉMŮ 
 
4.1.1 Základní porovnání IS 
 
V následující podkapitole bude porovnáno několik informačních 
systémů. Vybrané informační systémy budou porovnávány pouze na základě 
poskytovaných funkcí bez ohledu na další výše definované požadavky. 
Informační systémy, které budou nabízet všechny potřebné a žádané funkce 
budou posléze porovnávány detailněji. 
 
1. Rezervační systém SuperSaaS 
- Hlavní charakteristiky systému (22): 
o Možnost rezervace na ubytování, ale i sportovní a rekreační aktivity 
o Možnost skupinových rezervací (vhodné v případě, že by do sortimentu 
služeb nabízených v Aquacentru Zdounky byly zavedeny např. lekce 
aquazumby) 
o Integrovaný e-shop (využití pro prodej permanentek, dárkových 
poukazů) 
o Vysoká flexibilita (vhodný pro malé i velké podniky) 
o Snadné nastavení základního rozvrhu atd. (22) 
 
Hodnocení: 
Rezervační systém SuperSaaS nabízí širokou škálu služeb za přijatelnou cenu, 
ovšem neobsahuje možnost a podporu správy pokladny a zásob. Z tohoto důvodu ho 





2. Systém CLUBSPIRE 
- Hlavní charakteristiky systému (23): 
o Detailní rozdělení uživatelských práv 
o Sledování transakcí v pokladně 
o Přehled o skladových zásobách 
o Prodej předplacených služeb (permanentek) a dárkových poukazů 
o Webové rezervace 
o Snadná a přehledná správa rezervací atd. (23) 
 
Hodnocení: 
Informační systém CLUBSPIRE nabízí všechny požadované funkce a proto bude 
následně podroben detailnějšímu rozboru, dle výše nastavených požadavků. 
 
3. Informační systém AC PRAMEN 
- Hlavní charakteristiky systému (24): 
o Okamžitý přehled a kontrolu firemních procesů 
o Kontrola ekonomiky těchto procesů 
o Evidence všech důležitých údajů bez zvýšené pracnosti 
o Usnadnění práce pro zaměstnance – např. prostřednictvím automatizace 
některých procesů 
o Vytváření rezervací on-line atd. (24) 
 
Hodnocení: 
Informační systém AC PRAMEN splňuje všechny požadované funkce, ale jeho 
řešení je určeno pro středně velké, až velké organizace od čehož se samozřejmě odvíjí i 
rozsah řešení a cena (pohybující se okolo 1 milionu Kč) a z těchto důvodů ho nelze 
považovat za přijatelnou variantu. 
 
4. Informační systém Member Pro 
- Výkonný pomocník při řízení fitness a wellness center, jehož součástí jsou 
následující funkce (25): 
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o Rezervace aktivit, včetně možnosti vytvoření on-line rezervace 
o Správa ubytování 
o Modul členství obsahující prodej permanentek 
o Správa pokladny 
o Reporty a sestavy atd. (25) 
 
Hodnocení: 
Informační systém Member Pro nabízí mnoho služeb, včetně těch, které z analýzy 
vyšly jako potřebné pro Aquacentrum Zdounky a proto také můžeme informační systém 
Member Pro označit jako vhodného kandidáta. 
 
5. Software Mefisto 
- Hlavní charakteristiky systému (26): 
o Evidence dlouhodobých i jednorázových rezervací 
o Ceníky 
o Možnost www rezervací 
o Plnohodnotný pokladní systém 
o  Prodej služeb a zboží včetně evidence skladu 
o Provozní statistiky a kontrolní nástroje atd. (26) 
Hodnocení: 
 Software Mefisto je vytvořen mimo jiné i pro potřeby wellness center a díky 
tomu obsahuje všechny obvyklé funkce, které tyto provozovny potřebují. Část těchto 
funkcí samozřejmě koresponduje i s potřebami Aquacentra Zdounky a proto i software 
Mefisto můžeme zařadit mezi vhodné kandidáty nového informačního systému pro 
Aquacentrum Zdounky. 
 
4.1.2 Podrobné srovnání vybraných IS 
 
Postup pro podrobné srovnání vybraných kandidátních informačních systémů 
bude následující: 
 




2, Přidělení bodů k jednotlivým kritériím, podle toho do jaké míry jsou u jednotlivých 
informačních systémů splněny. Stupnice pro hodnocení bude v rozsahu 0-5 (čím vyšší 
číslo, tím lepší hodnocení – tzn. 0 = nepřijatelná/nezjištěná hodnota, 5 = kritérium je 
100% splněno). 
3, Vynásobením váhy jednotlivých kritérií a přiděleného bodového hodnocení 
dostaneme hodnotu splnění kritéria s ohledem na jejich váhu a důležitost. 
4, Výsledný koeficient informačního systému pak získáme součtem jednotlivých hodnot 
splněných kritérií. Výsledná hodnota informačního systému pak bude sloužit 
k vzájemnému porovnávání všech vybraných informačních systémů. Systém s nejvyšší 
výslednou hodnotou bude brán jako nejvíce vyhovující a následně bude navržen i 




Informační systém Clubspire mimo jiné obsahuje moduly pro správu rezervací, 
včetně možnosti provádět rezervace on-line, pro správu pokladny či zásob – tzn. 
všechny moduly potřebné pro pokrytí všech požadovaných oblastí a procesů 
v Aquacentru Zdounky. 
Pořizovací poplatek je oproti zbývajícím dvěma variantám informačních 
systémů jednoznačně nejnižší – 26 970. Přičemž nutno ještě podotknout, že pořizovací 
cena nezahrnuje pouze licenci, ale také PC s dotykovou obrazovkou a pokladní šuplík. 
Jelikož je potřebný hardware součástí dodávky, nebylo by třeba vynakládat další 
prostředky na jeho zakoupení. Při ceně 1 772 Kč pravidelných měsíčních poplatků se 
stálé roční náklady, spojené s informačním systémem, vyšplhají na částku, která by po 
několika letech učila informační systém Clubspire nejdražší možnou variantou. Příklad: 
Za předpokladu, že by byl informační systém užíván 5 let, by se roční náklady na 
provoz informačního systému (bez ceny pořízení) dostaly až na částku 106 320. Oproti 
zbývajícím dvěma informačním systémům je to částka jednoznačně nejvyšší (Mefisto: 
18 000 Kč), (Member Pro: 54 000 Kč). 
Pro výpočet pořizovací ceny licence sloužila nabídka s ceníkem (příloha č. 1), 







Tabulka č. 3: Pořizovací cena IS Clubspire 
Položka Cena (v Kč) 
Základní balík 490 
Rozšíření:  
+ 1 objekt 267 
Zákaznické motivátory:  
Permanentky 139 
Identifikace:  
Zákaznické identifikátory 139 
On-line:  
Webové rezervace – nové  399 
Ubytování:  
Ubytování 199 
Instalace, nastavení, školení: 5837 
Hardware:  
PC s dotykovou obrazovkou 17 000 
Pokladní šuplík 2 500 
Celková cena: 26 970 
(Zdroj: Příloha s nabídkou) 
Doba implementace se (dle informací společnosti) pohybuje v intervalu 2 – 3 
týdnů. Jako součást implementace je považováno i školení, jehož cenu tedy nelze přesně 
určit, neboť je započítaná v ceně instalace a nastavení. Školení je jednorázové – 
celodenní. 
Problém nastává i v hodnocení intuitivního přístupu zákazníků a zaměstnanců 
k systému. Společnost na svých webových stránkách nabízí demo, ale k jeho zhlédnutí 
musí společnost přidělit oprávnění, společnost ovšem nereagovala na opakovanou 
žádost o zpřístupnění dema. Z tohoto důvodu nemůže být informační systém Clubspire 
v těchto kritériích nijak hodnocen. 
V rámci podpory pro uživatele svého informačního systému nabízí společnost 
Clubspire mimo jiné (27): vzdálenou podporu pro servisní zásah bez nutnosti osobní 
návštěvy, pravidelnou zálohu dat v zabezpečeném servisním centru, což lze považovat 
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za velmi důležitý a příjemný způsob podpory uživatelů. Dále nepřetržitý monitoring 
správného běhu systému prostřednictvím speciálního software a jiné. (27) 
 
Tabulka č. 4: Tabulka výsledného koeficientu – Clubspire  
Kritérium Váha Body Výsledek 
Pokrytí IS 3 4 12 
Pořizovací cena 1 4 4 
Roční náklady na IS 2 1 2 
Doba implementace 0,5 5 2,5 
Intuitivní přistup pro zákazníky 1,5 0 0 
Intuitivní přístup pro 
zaměstnance 
1 0 0 
Školení pro zaměstnance 0,5 3 1,5 
Uživatelská podpora 1,5 4 6 




Informační systém Mefisto Hotel+ nabízí moduly, které kompletně pokryjí 
všechny požadované oblasti provozu Aquacentra Zdounky. Pořizovací cena licence je 
44 150. Po stránce stálých ročních poplatků se však jedná o suverénně nejmenší částku 
– 300 Kč/měsíc. K informačnímu systému by bylo nutné pořídit PC s dotykovou 
obrazovkou na pokladnu v hodnotě 17 000. Stávající PC, které se v aquacentru nachází, 
by sloužilo jako server a pracovní stanice současně, nově pořízené PC jako pokladna. 
Server a pracovní stanice by mohly fungovat na jednom PC. Tento PC by se nacházel 
v kanceláři, kam běžně chodí pouze zaměstnanci, tudíž by nebyla ohrožena bezpečnost 
serveru. Informace o cenách byly převzaty z nabídky od společnosti Mefisto (příloha č. 
2). 
Součástí procesu implementace je analýza vnitropodnikových procesů a 
následné navržení optimálního řešení systémů dle požadavků a potřeb provozu. Doba 
implementace byla společností Mefisto odhadnuta na 10-15 dní. 
 Na základě dostupného dema lze uživatelskou přívětivost informačního systému 
Mefisto hodnotit velmi dobře. Základní pracovní plocha obsahuje tlačítka rychlé volby, 
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posledních 5 akcí spuštěných uživatelem a především detailní menu jednotlivých 
modulů. Uživatelé si informační systém můžou snadno upravit podle svých potřeb – 
např. zobrazení mapy hotelu – tzn.: přehledu rezervací. Pro každého uživatele lze 
nastavit různá oprávnění a to až na úrovni jednotlivých účtů v pokladně. Společnost 
poskytuje jednodenní školení, trvající 6 hodin, z čehož lze usuzovat, že pro práci 
s informačním systémem nejsou zapotřebí zdlouhavá školení. 
Školení pro zaměstnance je jednodenní (6ti hodinové) za cenu 2800Kč. Tato 
cena je srovnatelná s cenou školení společnosti Member Pro. (S cenou společnosti 
Clubspire nelze objektivně srovnávat, neboť v nabídce byla uvedena společně instalací a 
nastavením). 
V rámci podpory nabízí společnost Mefisto pro své klienty mimo e-mailové a 
telefonické podpory 7/24/356 i 24 hodinovou hot-line pro řešení havarijních stavů (28). 
Smlouva o poskytování klientské podpory potom může obsahovat i garanci zásahových 
časů, upgrady na nové verze a doživotní záruku. Jelikož je většina servisních zásahů 
tvořena vzdáleným přístupem, jsou všechny problémy obvykle vyřešeny v krátkých 
časech (28). 
Tabulka č. 5: Tabulka výsledného koeficientu – Mefisto  
Kritérium Váha Body Výsledek 
Pokrytí IS 3 4 12 
Pořizovací cena 1 3 3 
Roční náklady na IS 2 4 8 
Doba implementace 0,5 5 2,5 
Intuitivní přistup pro zákazníky 1,5 4 6 
Intuitivní přístup pro 
zaměstnance 
1 4 4 
Školení pro zaměstnance 0,5 4 2 
Uživatelská podpora 1,5 4 6 










 Informační systém Member Pro je určen pro správu a vedení sportovních 
zařízení, fitness, wellness a dalších zařízení založených na klubovém členství. Součástí 
informačního systému Member Pro jsou i moduly, které byly definované v požadavcích 
Aquacentra Zdounky. Mimo tyto požadované moduly dále nabízí moduly pro správu 
kurzů, které by v Aquacentru Zdounky také našly své uplatnění. (Cena licence 
informačního systému Member Pro bude pro potřeby této práce kalkulována pouze 
s moduly, které byly stanoveny v požadavcích na IS). 
 Pořizovací cena informačního systému Member Pro je (ze tří vybraných 
informačních systémů) nejvyšší – 57 950. Stálé měsíční poplatky jsou na přijatelné 
úrovni – 900 Kč. Ale i tak je tato částka vyšší, než stálé měsíční poplatky u 
informačního systému Mefisto. Dále by bylo nutné pořídit server v hodnotě 15 000. PC, 
které se v aquacentru nachází nyní, by bylo využito jako pracovní stanice. V tomto 
případě není vhodné slučovat pracovní stanici a server do jednoho PC, neboť z důvodu 
bezpečnosti není dobré, aby se server nacházel přímo v provozu ve velké 
frekventovanosti lidí. 
Informace o cenách byly převzaty z nabídky od společnosti Luxart, s.r.o. (příloha č. 3). 
 Součástí dodávky informačního systému je implementační studie, jejímž 
výstupem je zhodnocení současného stavu a návrh optimálního řešení. Součástí 
dodávky je také optimální nastavení systému, školení a konverze dat ze stávajících 
systémů. Dle informací společnosti byla doba implementace odhadnuta na 14 dní. 
 Základní plocha informačního systému Member Pro je uživatelsky přívětivá. 
Uživateli jsou zde k dispozici tlačítka rychlé volby a nabídky jednotlivých modulů. U 
většiny přehledů (seznam klientů, seznamu kurzů atd.) je nabízena široká škála funkcí, 
která by v některých situacích mohla být až matoucí. Celkově se tento informační 
systém jeví uživatelsky méně přívětivý (ve srovnání s ostatními zkoumanými systémy). 
Společnost poskytuje školení trvající 3 dny. I z tohoto faktu lze usuzovat, že práce 
s informačním systémem nebude snadná. Problémy by tak mohly vznikat i při 
zaučování nových pracovníků. 
 Školení pro zaměstnance bylo předběžně stanoveno na 3 dny za cenu 2 860 za 
den. Cena za jeden den školení je srovnatelná jako jeden den školení od společnosti 
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Mefisto, ovšem společnost Mefisto nabízí školení pouze jednodenní, takže v konečném 
důsledku je školení společnosti Member Pro nejdražší. I společnost Clubspire, u které 
nebyla cena za školení přesně definována, nabízí školení, instalaci a nastavení v celkové 
ceně 5837. 
 V rámci uživatelské podpory poskytuje společnost Luxart, s.r.o. k informačnímu 
systému Member Pro například tyto služby: telefonické konzultace – hot line (v 
pracovní době), bezplatnou modifikaci ve vazbě na změnu legislativy, online 
softwarovou podporu (servisní zásahy při havárii systému), kontrolní den (po 3 týdnech 
provozu) atd. 
 
Tabulka č. 6: Tabulka výsledného koeficientu – Member Pro 
Kritérium Váha Body Výsledek 
Pokrytí IS 3 5 15 
Pořizovací cena 1 2 2 
Roční náklady na IS 2 3 6 
Doba implementace 0,5 5 2,5 
Intuitivní přistup pro zákazníky 1,5 3 4,5 
Intuitivní přístup pro 
zaměstnance 
1 3 3 
Školení pro zaměstnance 0,5 1 0,5 
Uživatelská podpora 1,5 3 4,5 
(Zdroj: vlastní tvorba) 
 
4.1.3 Přehled cen a vyhodnocení informačních systémů 
 
Tabulka č. 7: Přehled cen informačních systémů 
Položka/IS Clubspire Mefisto Hotel+ Member Pro 
Pořizovací cena 26 970 44 150 57 950 
Měsíční náklady 1 772 300 900 
Pořízení hardware 0 17 000 15 000 
Výsledný koeficient 28 43,5 38 
(zdroj: vlastní tvorba) 
Z výše uvedené tabulky vyplývá, že nevhodnější variantou bude informační 




4.2 INFORMAČNÍ SYSTÉM MEFISTO HOTEL+ 
 
 
Z výše provedeného porovnání vybraných informačních systémů vyšel jako 
nejvíce vyhovující informační systém Mefisto Hotel+. 
 Tento informační systém nabízí všechny požadované moduly. Modul REC je 
určený pro obsluhu hotelové recepce. (26) Je tvořen částmi sloužícími pro rezervaci 
ubytování, hotelových služeb nebo sportovišť. Modul REC dále umožňuje realizovat 
pokladní operace, fakturovat, tisknout sestavy atd. Modul POS – modul určený pro 
pokladny, slouží především k registrování prodeje v restauračních provozech. 
Umožňuje vystavovat účty hostům, založení nového účtu, vyvolání otevřeného účtu, 
dělení a spojování účtů atd. Z modulu POS lze přenášet informace do modulu FBS 
sloužícího pro správu skladového hospodářství. Tento modul umožňuje sledovat pohyb 
zásob ve skladu, evidovat soupisy zásob (inventury), sledovat aktuální stavy 
jednotlivých zásob atd. Modul Fit souží pro kompletní správu wellness služeb (26). 
Systém Mefisto Hotel je rozšířen o modul ONLINE REZERVACE, díky kterému 
budou moci zákazníci vytvářet své rezervace prostřednictvím webu. (Informace 
převzaty z nabídky společnosti Mefisto) 
 Pořizovací cena licence je 41 350 + 2 800 za školení. Stále měsíční poplatky si 
společnost Mefisto účtuje ve výši 300 Kč. Na základě velmi nízkých stálých poplatků se 
informační systém Mefisto Hotel+ stal nejlevnější variantou. 
 Uživatelská přívětivost byla též vyhodnocena velmi dobře. Zaměstnanci projdou 
6i hodinovým školením. 
 Velmi dobře můžeme rovněž hodnotit i podporu, kterou společnost Mefisto pro 
své klienty nabízí. Telefonická či e-mailová podpora je nabízena 24 hodin denně, 7 dní 
v týdnu, 365 dní v roce. Smlouva uzavřená se společností Mefisto může obsahovat i 
garanci zásahových časů, doživotní záruku a mnoho dalšího. (28) 
 
4.2.1 Implementace informačního systému 
 
V důsledku toho, že byl vybrán informační systém od společnosti, která se 
zabývá vývojem a implementací svých informačních systémů, bude i implementace 
informačního systému v Aquacentru Zdounky v režii společnosti Mefisto. Společnost si 
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za celý si celý proces implementace účtuje 3 200 Kč, za školení zaměstnanců (trvající 6 
hod.) 2 800 Kč a za odborný autorský dohled (trvající 5 hod.) 2 450 Kč. 
Implementace informačního systému by měla být zahájena v měsíci červenci, 
neboť v měsících červenec a srpen je v Aquacentru Zdounky v provozu pouze 
ubytovna. V měsíci červenci by tedy proběhla samotná implementace a v měsíci srpnu 
by pak proběhlo školení a zkušební provoz. Od září by začal ostrý provoz, protože od 
září je opět v provozu celé aquacentrum. 
 
Tabulka č. 8: Plán implementace 
Činnost Plánované datum realizace 
Uzavření smlouvy s dodavatelem 1. 7. 2014 
Konzultace s dodavatelem 1. 7. 2014 
Nákup HW 11. 7. – 20. 7. 2014 
Instalace SW 21. 7. 2014 
Přizpůsobení SW požadavkům 
Aquacentra Zdounky 
21. 7. 2014 
Školení 28. 7. 2014 
Testovací provoz 1.8. – 10. 8. 2014 
Ostrý provoz s dohledem dodavatele 1.9. 2014 
(zdroj: vlastní tvorba) 
 
4.3 EKONOMICKÉ ZHODNOCENÍ 
 
4.3.1 Kalkulace nákladů 
 
V následující tabulce jsou shrnuty všechny náklady spojené s pořízením nového 
informačního systému. Největší položkou je pořizovací cena licence. Další významnou 
položku tvoří pořízení nového hardwaru nezbytného pro zavedení informačního 
systému. V kalkulaci jsou také zahrnuty ceny různých doplňkových služeb, které 
společnost k informačnímu systému poskytuje a také cestovné. 
Důležitou položkou, která nemůže být opomenuta, přestože v kalkulaci není 
uvedena, protože nesouvisí přímo s pořízením informačního systému, jsou pravidelné 




Tabulka č. 9: Kalkulace nákladů 
Položka Cena 
Pořizovací cena licence 35 700 
Implementace systému 3 200 
Školení uživatelů 2 800 
Odborný autorský dohled 2 450 
Cestovné (tam i zpět) 4 932 
Nákup nového hardwaru 17 000 
(zdroj: vlastní tvorba)                    
 
4.3.2 Přínosy nového informačního systému pro zákazníky 
 
Hlavním přínosem pro zákazníka, který lze vyvodit ze zavedení nového 
informačního systému, je zvýšení komfortu zákazníka v oblasti vytváření rezervací. 
Zákazníci si kdykoliv budou moci sami zjistit vytíženost aquacentra a svou rezervaci si 
v klidu promyslet. Již nebude nutné, aby do aquacentra volali či ho museli osobně 
navštívit, jen proto, aby si tyto informace zjistili od personálu aquacentra. Svou 
rezervaci tak budou moci vytvořit prakticky kdykoliv a z kteréhokoliv místa 
s dostupným internetovým připojením. 
 
4.3.3 Přínosy nového informačního systému pro zaměstnance 
 
Významná změna, kterou do provozu Aquacentra Zdounky přinese zavedení 
informačního systému, je zvýšení informovanosti zaměstnanců. Rezervace již nebudou 
zaznamenávány hlavně do osobního diáře provozovatelky aquacentra, ale do 
informačního systému, takže zaměstnanci budou v reálném čase informováni o stavu 
rezervací. 
 I zákazníci si budou moci sami zjistit aktuální stav rezervací, čímž poklesne 
vytíženost a stresová zátěž zaměstnanců. Přínos můžeme, ale shledávat i v okamžiku, 
kdy by se zákazník o stavu rezervací chtěl informovat u personálu aquacentra. Po 
zavedení informačního systému budou mít i zaměstnanci vždy aktuální přehled o stavu 
rezervací a tyto informace tak budou moci předávat i zákazníkům. 
 Další přínos informačního systému se nachází v oblasti zásob. Jelikož veškeré 
zásoby budou přesně evidovány – tzn.: bude evidován stav zásob, jejich výdej a příjem, 
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bude moci provozní aquacentra v krátkém okamžiku zjistit, které zásoby se nachází pod 
hranicí minimální zásoby a tudíž je potřeba jejich stav doplnit. Podobná výhoda plyne i 
pro zaměstnance. Jestliže během provozu aquacentra zjistí, že v baru některá zásoba 
došla, bude snadné zjistit, zda se na skladě nachází nebo ne. 
 Informační systém také zefektivní správu poklady. Příjem a výdej peněz bude 
zaznamenáván přímo do informačního systému a zaměstnanci nebudou muset po každé 





Cílem této bakalářské práce bylo vybrat vhodný informační systém pro 
Aquacentrum Zdounky.  
V teoretické části byly zopakovány a vysvětleny základní pojmy jako jsou 
informace a data. Mimo jiné bylo popsáno základní členění těchto pojmů. 
Dále se práce zabývá systémy obecně s větším zaměřením na informační 
systémy. Tento pojem (informační systém) byl definován, byla popsána struktura, 
členění a architektura informačních systémů. Jedna podkapitola byla věnována 
podnikovým informačním systémům. 
V práci byly specifikovány podnikové procesy včetně účastníků těchto procesů, 
způsobu řízení, zlepšování podnikových procesů a reengineeringu podnikových 
procesů.  
V závěru teoretické části bylo popsáno několik metod užívaných při zavádění 
nového informačního systému a detailněji rozebrána podstatná součást těchto systémů a 
to jejich bezpečnost. 
Aby cíl práce mohl být naplněn, bylo nejprve nutné analyzovat současný stav a 
definovat, které podnikové procesy by měly být prostřednictvím informačního systému 
zefektivněny. Z analýzy vyplynulo, že se jedná o procesy vytváření a správy rezervací a 
správy pokladny a zásob. Dále tedy bylo nutné specifikovat přesné požadavky, které 
informační systém musí splňovat, aby pokryl všechny požadované oblasti. 
Z nabídky na trhu bylo vybráno 5 informačních systémů, které jsou určeny pro 
wellness centra, hotely, sportoviště a podobné provozovny. Na základě požadavků na 
informační systém bylo provedeno základní srovnání těchto informačních systémů. Z 5 
vybraných postoupily k podrobnějšímu srovnávání 3 informační systémy. 2 byly 
vyloučeny již v základním porovnání, neboť jeden nesplňoval všechny funkční 
požadavky a druhý systém svým rozsahem a potažmo i cenou nebyl vhodný do malých 
provozoven, jakou je i Aquacentrum Zdounky. 
Pro porovnání zbývajících 3 informačních systémů byly stanoveny kritéria, 
zohledňující skutečné potřeby aquacentra. Tyto kritéria hodnotily například cenu, 
pokrytí, podporu, intuitivnost apod. Těmto kritériím bylo přiřazeno váhové ohodnocení, 
které určilo koeficient vhodnosti každého systému. 
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Informační systém s nejvyšším koeficientem byl tedy určen jako nejvhodnější 
pro Aquacentrum Zdounky. Pro tento informační systém byl stanoven postup 
implementace a kalkulace nákladů. 
Závěrem této práce byly popsány přínosy nového informačního systému a to jak 
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