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S a n t r a u k a  
 
Straipsnyje apžvelgiamas elektroninės žvalgybos teisinis reguliavimas užsienio valstybėse, pa-
teikiama tokio reguliavimo istorinė raida. Apžvelgiami 10-ties pagrindinių pasaulio valstybių teisės ak-
tai, skirti elektroninei žvalgybai, taip pat ir telefoninių pokalbių kontrolei. Nagrinėjami klausimai yra tie-
siogiai susiję su žmogaus teisių apribojimu, todėl labai svarbus tinkamas teisinis reguliavimas siekiant 
apsaugoti žmogaus konstitucines teises. Straipsnyje, apibendrinus užsienio šalių patirtį, daromos iš-
vados, naudotinos tobulinant atitinkamus teisės aktus. 
 
 
Áþanga  
 
Tarp daugelio priemoniø, naudojamø valstybiniø specialiøjø tarnybø, elektroninë þvalgyba yra 
labai specifinis metodas renkant informacijà. Viena vertus, tai vertinga ir net bûtina kovos su nusi-
kalstamumu priemonë. Kita vertus, tokia akivaizdi þmoniø teisiø apribojimo priemonës, kaip, pavyz-
dþiui, turto konfiskavimas, valstybës elektroninë þvalgyba, ne maþiau grësminga pilieèiø laisvëms. 
Senose demokratinëse vakarø valstybëse istoriniame procese þmoniø privataus gyvenimo ribojimo 
problemos buvo sprendþiamos labai ávairiai. Daþnai vykdavo diskusijos, kaip ðià problemà spræsti. 
Bendra tai, kad tokias diskusijas sukeldavo rezonansiniai ávykiai. Pavyzdþiui, teismai pripaþindavo, 
kad valstybës institucijos paþeidë asmens privatumà, arba bûdavo padaromi nusikaltimai, tiesiogiai 
susijæ su nacionaliniu saugumu. Pirmuoju atveju atsirasdavo draudimai bei ribojimai valstybinëms 
specialiosioms tarnyboms naudoti þvalgybines priemones, susijusias su asmenø privataus gyvenimo 
apribojimu, kitais atvejais – tokios ribos buvo iðpleèiamos.  
Blogiausiu atveju elektroninë þvalgyba reiðkia, kad visuomenei neatskaitingos valstybinës spe-
cialiosios tarnybos turi galimybæ klausytis privaèiø pokalbiø siekdamas surinkti kompromituojanèius 
duomenis arba paprasèiausiai iðaiðkinti asmenis, nelojalius atitinkamoms politinëms srovëms. Þmo-
nës, deðimtmeèius gyvenæ totalitarinio reþimo sàlygomis ir vienaip ar kitaip uþfiksavæ prieðiðkumà to-
kiai santvarkai, gerai atsimena nesaugumo jausmà ir bûtinybæ slëpti savo veiksmus ir santykius su 
kitais nuo KGB „visa matanèios“ akies ir „visa girdinèios“ ausies. 
Sugriuvus Tarybø Sàjungai Vidurio ir Rytø Europoje padëtis pasikeitë. Naujeji posovietiniø 
valstybiø parlamentai ir vyriausybës pareiðkë apie þmogaus teisiø ir demokratijos idëjø priimtinumà. 
Beveik visos ðios ðalys tapo Europos Sàjungos narëmis. Ásipareigojusios vykdyti Europos þmogaus 
teisiø konvencijà, jos turëjo pakeisti ástatymus ir praktikà taip, kad atitiktø Europos teisæ, taip pat ir 
specialiøjø tarnybø veiklos srityje, neiðvengiamai susijusioje su pavojumi paþeisti teisæ á privataus gy-
venimo nelieèiamybæ, saugomà konvencijos 8 straipsnio. Ði kolizija yra susidariusi objektyviai. Orga-
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nizuoto nusikalstamumo didëjimas, terorizmas, narkotikø verslas, prekyba þmonëmis reikalauja iðim-
tiniø specialiøjø tarnybø veiksmø iðaiðkinant ir uþkardant nusikaltimus, o informacijai gauti bûtini to-
bulesni metodai bei priemonës. Todël suprantamas specialiøjø tarnybø noras gauti ástatymais nusta-
tytø papildomø galimybiø.  
Ðiame straipsnyje bandoma apþvelgti elektroninës þvalgybos teisiná reguliavimà uþsienio vals-
tybëse, jø atitiktá tarptautinei teisei ir padaryti atitinkamas iðvadas, bûtinas ðios srities teisiniam regu-
liavimui tobulinti Lietuvoje.  
 
 
Uþsienio valstybiø elektroninës þvalgybos teisinio reguliavimo apþvalga  
  
1950 m. lapkrièio 4 d. priimtas Europos þmogaus teisiø ir pagrindiniø laisviø apsaugos konven-
cijos 8 straipsnis saugo þmogaus privatumà. Jame nurodoma, kad „kiekvienas turi teisæ á tai, kad bûtø 
gerbiamas jo asmeninis ir jo ðeimos gyvenimas, buto nelieèiamybë ir susiraðinëjimo slaptumas. Val-
dþios pareigûnai neturi teisës kiðtis á naudojimàsi ðia teise, iðskyrus ástatymo numatytus atvejus ir kai 
tai bûtina demokratinëje visuomenëje valstybës saugumo, vieðosios tvarkos ar ðalies ekonominës ge-
rovës interesams, siekiant uþkirsti kelià teisës paþeidimams arba nusikaltimams, taip pat gyventojø 
sveikatai ar dorovei arba kitø þmoniø teisëms ir laisvëms apsaugoti [ 1 ]. 
Ði konvencija elektroninei þvalgybai svarbi tuo, kad Europos Þmogaus Teisiø Teismas ávertino, 
ar atskirø valstybiø ástatymai atitinka Europos þmogaus teisiø bei pagrindiniø laisviø apsaugos kon-
vencijà. Europos Þmogaus Teisiø Teismas, leisdamas vykdyti elektroninæ þvalgybà bei atsiþvelgda-
mas á Europos þmogaus teisiø bei pagrindiniø laisviø apsaugos konvencijà, ápareigojo valstybes lai-
kytis tam tikrø sàlygø: 
1. turi bûti priimtas ástatymas, apibrëþiantis operatyvinës veiklos pagrindus; 
2. operatyvinius veiksmus galima atlikti tik uþkertant kelià nusikalstamumui; 
3. siekiant iðvengti piktnaudþiavimø turi bûti priimta pakankamai garantijø; 
4. turi bûti garantuota asmens, prieð kurá vykdomi operatyviniai veiksmai, gynyba. 
Specialių priemonių panaudojimo teisinis reguliavimas buvo formuojamas atsižvelgiant ir į kitas 
tarptautines sutartis:  
1990 m. lapkrièio 8 d. priimtos Europos konvencijos „Dël pinigø iðplovimo ir nusikalstamu bûdu 
ágytø pajamø paieðkos, areðto bei konfiskavimo“ 4 straipsnio „Ypatingi ágaliojimai tyrimui atlikti ir ty-
rimo technika“ 2 dalyje nustatyta, kad kiekviena ðalis apsvarsto priëmimà tokiais ástatymais nustatytø 
kitokiø priemoniø, kurios leidþia panaudoti specialià tyrimo technikà, palengvinanèià nustatyti ir su-
rasti pajamas ir surinkti su tuo susijusius árodymus. Tokia technika gali bûti susijusi su stebëjimu, se-
kimu, telekomunikaciniø ryðiø perëmimu, priëjimu prie kompiuteriniø sistemø ir nurodymais iðleisti 
specifinius dokumentus [2].  
1988 m. Jungtiniø Tautø organizacijos konvencijos „Dël kovos su neteisëta narkotiniø priemo-
niø ir psichotropiniø medþiagø apyvarta“ 11 straipsnio „Kontroliuojami gabenimai“ 1 dalyje nurodyta, 
kad „ðalys, jeigu tai leidþia nacionaliniø teisiniø sistemø pagrindiniai principai, pagal galimybes imasi 
bûtinø priemoniø, numatanèiø tinkamà kontroliuojamø gabenimø panaudojimà tarptautiniu lygiu, re-
miantis abipusiðkai priimtais susitarimais arba tarpusavio sutartimis, siekiant iðaiðkinti asmenis, daly-
vaujanèius nusikaltimuose, susijusiuose su neteisëta narkotiniø priemoniø ir psichotropiniø medþiagø 
apyvarta, ir jø baudþiamajam persekiojimui“ [3]. 
1999 m. sausio 27 d. Europos Tarybos baudþiamosios teisës konvencijos ESS Nr. 173 „Dël ko-
rupcijos“, pasiraðytos Strasbûre, 23 straipsnis „Priemonës, palengvinanèios árodymø rinkimà ir nusi-
kalstamu bûdu gautø pajamø konfiskavimà“ skelbia, kad kiekviena valstybë konvencijos dalyvë, ko-
vodama su korupcija, turi imtis visø bûtinø priemoniø, áskaitant ir specialias tyrimo priemones. Kon-
vencijos aiðkinamajame raðte nurodyta, jog specialiosios priemonës yra slaptøjø arba infiltruotø 
agentø naudojimas, klausymosi technikos instaliavimas, priëjimas prie asmeniniø kompiuteriniø bylø 
bei kitos priemonës [4]. 
2000 m. gruodþio 13 d. Jungtiniø Tautø konvencijos prieð tarptautiná organizuotà nusikalsta-
mumà tikslas – skatinti bendradarbiavimà siekiant uþkirsti kelià tarptautiniam organizuotam nusikals-
tamumui ir veiksmingiau su juo kovoti. Konvencijos 20 straipsnyje „Specialûs tyrimo metodai“ nusta-
tyta, kad jei leidþia pagrindiniai ðalies vidaus teisës sistemos principai, kiekviena valstybë, ðios kon-
vencijos ðalis, pagal savo galimybes ir vidaus teisës normø nustatytomis sàlygomis imasi reikiamø 
priemoniø, leidþianèiø savo kompetentingoms institucijoms savo teritorijoje tinkamai taikyti kontro-
liuojamojo pristatymo metodà ir tais atvejais, kai jai atrodo tinkama, kitus specialius tyrimo metodus, 
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tokius kaip: elektroninis stebëjimas arba kiti stebëjimo metodai bei operacijos pasitelkiant slaptus 
agentus siekiant veiksmingai kovoti su organizuotu nusikalstamumu [5]. 
 
Jungtinës Valstijos 
 
JAV pirmà karta 1968 m. kongreso priimto ástatymo pagrindu buvo áteisinta elektroninë þval-
gyba siekiant gauti árodymus dël átariamø asmenø dalyvavimo nusikaltimuose, taip pat uþkardant nu-
sikaltimus. Iki ðio ástatymo priëmimo policija aktyviai naudojo elektroninæ þvalgybà. Elektroninæ þval-
gybà imta daþniau naudoti nuo 1920 m., t. y. sausojo ástatymo laikotarpiu, bet teismuose kartais ne-
buvo pripaþástama árodymais informacija, surinkta pasitelkus elektroninæ þvalgybà. JAV Aukðèiausiojo 
Teismo teisëjai Brandeizas ir Choumsas pareiðkë: „Mûsø Konstitucijos kûrëjai siekë apsaugoti ameri-
kieèius. Jie suteikë jiems teisæ reikalauti, kad vyriausybë paliktø juos ramybëje – tai labiausiai viskà 
apimanti þmonijos teisë, kuri labiausiai vertinama civilizuotame pasaulyje“ [6]. Teisiniu dokumentu, 
nustatanèiu praktiná elektroninës þvalgybos panaudojimà, tampa JAV teisingumo ministro memoran-
dumas, kuriame nurodoma, kad elektroninë þvalgyba galima tik uþtikrinant nacionaliná saugumà. 
Memurandumas draudë visas pasiklausymo priemones net tais atvejais, kai nepatenkama á patalpas, 
kur vyksta dominantis pokalbis. Atskirose valstijose buvo skirtingai nustatomos elektroninës þvalgy-
bos panaudojimo ribos. 1968 m. ástatymas vainikavo diskusijà, ar pasiklausymas prilyginamas kratai 
ir poëmiui. JAV Aukðèiausiojo Teismo sprendimo pagrindu, jog pasiklausymas yra tapatus poëmiui ar 
kratai, ástatyme átvirtinama nuostata, kad dël elektroninës þvalgybos panaudojimo bûtina teismo 
sankcija. Iðimtá sudaro tik teisë JAV prezidentui sankcionuoti elektroninës þvalgybos panaudojimà be 
teismo sankcijos, esant grësmëms nacionaliniam saugumui. Elektroninës þvalgybos kontrolæ vykdo 
Kongreso þvalgybos komitetas, Valstybës departamentas ir Baltieji rûmai [6]. Teisinis elektroninës 
þvalgybos reglamentavimas JAV yra labai ávairus, tai susijæ su dideliu skaièiumi valstybiniø institucijø, 
turinèiø teisæ vykdyti operatyvinæ veiklà, bei siekiu kuo daugiau operatyvinæ veiklà reglamentuoti ad-
ministracinëmis teisës normomis. Paþymëtina, kad asmenø teisiø apribojimo ribos priklauso nuo kri-
minalinio reiðkinio pavojingumo visuomenei lygio. Tai labai svarbus bûtinojo reikalingumo instituto 
vaidmuo. Tokie platesni leidimai yra numatomi tiriant federalinius nusikaltimus, kovojant su organi-
zuotu nusikalstamu, narkomanija ir pan. Operatyviniai veiksmai, susijæ su asmenø teisiø apribojimu, 
JAV reglamentuojami ástatymu ir tai turi prevencinæ bei propagandinæ reikðmæ, nes kiekvienam vi-
suomenës nariui aiðku, kokiais atvejais, kokiø operatyviniø veiksmø objektu jis gali tapti, jeigu pada-
rys nusikaltimà. Kartu parodoma pilieèiams, jog valstybë imsis visø teisëtø galimø priemoniø, kad ap-
gintø jø interesus. Bûtina paþymëti, kad plaèiø galimybiø suteikimas operatyvinës veiklos subjektams 
yra siejamas ir su padidëjusia atsakomybe bei tobulesnëmis parlamentinës, vyriausybinës, teisminës, 
prokurorinës kontrolës formomis. Pavyzdþiui, JAV tokià kontrolæ vykdo Kongreso þvalgybos komite-
tas, kontroliuoja Valstybës departamentas ir Baltieji rûmai.  
Po 2001 m. rugsëjo 11d. teroro akto Niujorke buvo priimtas kovos su terorizmu ástatymas. 
Ástatymas faktiðkai atriða specialiosioms tarnyboms rankas. Pagal ástatymo nuostatas beveik be apri-
bojimø specialiosioms tarnyboms galima pasiklausyti telefoninius pokalbius, sulaikyti ir areðtuoti átar-
tinus uþsienio pilieèius 7 dienoms, nutraukti abejotinas finansines operacijas, paimti ið interneto tie-
këjo informacijà apie asmenø, átariamø terorizmu, elektronines þinutes. 
 
Kanada 
 
Kanadoje 1974 m. priimtas ástatymas dël pilieèiø privataus gyvenimo apsaugos, kuriame nu-
statoma leidimo panaudoti elektroninæ þvalgyba tvarka, analogiðka JAV tvarkai. 1997 m. ðio ástatymo 
pataisomis buvo iðplëstos pilieèiø privataus gyvenimo apribojimo ribos. Pataisose numatyta galimybë 
panaudoti teisminiame nagrinëjame duomenis, gautus pokalbiø kontrolës metu, nesvarbu, ar tokia 
kontrolë buvo atlikta teisëtai, ar neteisëtai. Tokie duomenys negali bûti panaudoti tik tais atvejais, 
jeigu teismas pripaþins, kad jø paskelbimas sukompromituos teisingumo procesà [6]. 
 
Didþioji Britanija 
 
Didþiojoje Britanijoje karaliðkoji monopolija paðto srityje reiðkë, kad átartini laiðkai arba siuntiniai 
galëjo bûti slaptai tikrinami. Ðis ágaliojimas neturëjo ástatymø galià turinèio reglamentavimo. Monarcho 
prerogatyva buvo grindþiama valstybës ir nacionalinio saugumo uþtikrinimo interesais. 
Atsiradus telefoniniam ryðiui iðliko tokios paèios nuostatos. Kadangi teisë á slaptà susiþinojimo 
kontrolæ buvo pripaþástama karaliðkàja prerogatyva, klausimø dël atsiskaitymo parlamentui ar visuo-
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menei neiðkildavo. Juo labiau gaunama informacija nebuvo panaudojama teismuose arba pavieði-
nama. Tik 1985 m. Þmogaus Teisiø Teismui pripaþinus, kad galiojanèios procedûros prieðtarauja 
Þmogaus teisiø konvencijos 8 straipsniui, Didþiosios Britanijos parlamentas priëmë Ástatymà dël po-
kalbiø pasiklausymø. 
Ástatymo 1 straipsnyje nurodoma, kad praneðimø kontrolë yra neteisëta, iðskyrus tuos atvejus, 
kai vienas susiþinojimo dalyvis sutinka dël tokios kontrolës arba jà sankcionuoja valstybinis sekreto-
rius. Telefoniniø pokalbiø kontrolës leidimas iðduodamas tik siekiant apginti nacionaliná saugumà, ap-
saugoti ekonominius interesus, uþkardyti ir atskleisti sunkius nusikaltimus. Tokie veiksmai galimi, kai 
informacijà gauti kitais bûdais ypaè sunku. Kontroliuoti, kaip vykdomas ástatymas dël pokalbiø pasi-
klausymo, sudaromas tribunolas, kuriam vadovauja teisëjas ir komisaras [7]. 
Paþymëtina, kad ástatymas reglamentuoja tik telefoniniø pokalbiø kontrolæ. Pasiklausymo prie-
moniø árengimo tarnybinëse patalpose, butuose ir asmeniniuose automobiliuose ástatymas nenu-
mato, nes tai áprastiniai, neatskleidþiami ir neaptariami, specialiøjø tarnybø metodai.  
 
Vokietija 
 
Iki 1968 m. Vokietijos specialiosios tarnybos neturëjo ástatymø nustatyto pagrindo naudoti 
elektroninæ þvalgybà. Bet ásisiautëjus 7-ajame deðimtmetyje terorizmui Bundestagas priëmë spren-
dimà papildyti Pagrindiná ástatymà ir nurodyti aplinkybes, kurioms esant specialiosios tarnybos turëtø 
galimybæ naudoti elektroninæ þvalgybà [9]. Pagal ðá papildymà 1968 m. Bundestagas priëmë ástatymà 
dël susiraðinëjimo, paðto ir telefoniniø pokalbiø slaptumo apribojimo, kuriame kompentingos valstybi-
nës institucijos (þinybos, uþtikrinanèios Konstitucijos saugumà, Budesvero apsaugos tarnybos ir fede-
ralinë informacijos agentûra) turi ágaliojimà kontroliuoti bei slaptai fiksuoti pokalbius. Ðiame ástatyme 
nurodomi nusikaltimai, kuriems uþkardyti arba iðaiðkinti gali bûti npasitelkiama pokalbiø kontrolë. Tai: 
– nusikaltimai taikai ir susijæ su tëvynës iðdavyste; 
– nusikaltimai demokratijai ir teisëtumui; 
– ðnipinëjimas ir grësmë tarptautiniam saugumui; 
– nusikaltimai nacionaliniam saugumui; 
– nusikaltimai NATO kariuomenei Vokietijoje; 
– sunkûs nusikaltimai [6] 
Pokalbiø kontrolæ sankcionuoja Þemiø valdþia arba federalinis ministras. Sankcija iðduodama 
ne ilgesniam kaip 3 mënesiø laikotarpiui. Teisëtumo kontrolæ, ágyvendinant ðá ástatymà, vykdo parla-
mentinis komitetas. 
 
Prancûzija 
 
Ástatymu nustatyto pokalbiø kontrolës reguliavimo pradþia Prancûzijoje yra 1991 m., kai buvo 
priimtas ástatymas dël informacijos, perduodamos telekomunikacinëmis priemonëmis, nelieèiamumo. 
Pirmoje ðio ástatymo nuostatoje átvirtinta, kad informacijos, perduodamos telekomunikacinëmis prie-
monëmis, nelieèiamumà garantuoja ástatymas, iðskyrus atvejus, numatytus ástatymo 1 straipsnyje. 
Toliau apraðoma pokalbiø kontrolës dviguba sistema. Pagal pirmàjà procedûrø tvarkà pokalbiai kont-
roliuojami atliekant kriminalinius tyrimus. Ástatymas nurodo, kad tiriant nusikaltimus, uþ kuriuos nu-
matyta dvejø ar daugiau metø laisvës atëmimo bausmë, teisëjas atsakingas uþ tyrimà, turi teisæ prirei-
kus leisti kontroliuoti pokalbius ne ilgiau kaip keturis mënesius. Ðiuos veiksmus kontroliuoja teisëjas 
arba teismø policijos pareigûnai [7].  
Pagal antràjà procedûrø tvarkà pokalbiai kontroliuojami nacionalinio saugumo tikslais, siekiant 
surinkti nacionaliniam saugumui, moksliniam ekonominiam Prancûzijos potencialui reikðmingà infor-
macijà, siekiant uþkardyti terorizmà, organizuotà nusikalstamumà. Gynybos, vidaus reikalø arba Mui-
tinës tarnybos ministrai turi raðtiðkai kreiptis á ministrà pirmininkà dël leidimo atlikti pokalbiø kontrolæ. 
Leidimus tokiems veiksmams gali duoti ministras pirmininkas arba jo ágalioti asmenys. Ðiai procedûrai 
kontroliuoti sudaroma nepriklausoma komisija, kuriai vadovauja prezidento paskirtas asmuo.  
 
Ðveicarija 
 
Ðveicarijoje iki 7-ojo deðimtmeèio vidurio policija arba teismas galëjo be apribojimø ir prieþiûros 
duoti nurodymà kontroliuoti pokalbius. 1965 m. nacionalinis kancleris Gubertas pirmà kartà pareika-
lavo sumaþinti institucijø, galinèiø kontroliuoti pokalbius, skaièiø. 1973 m. parlamentas iðkëlë naujà 
iniciatyvà, kad elektroninë þvalgyba gali bûti vykdoma tik pagal nedaugelá nusikaltimø, tai turi bûti tei-
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sminë kontrolë. Buvo siûloma sudaryti specialià parlamentinæ komisijà. Po ilgalaikiø diskusijø 1979 m. 
buvo priimti ástatymai dël telekomunikaciniø priemoniø prieþiûros. Bendravimo paslapties atskleidi-
mas laikomas nusikaltimu, taèiau padarytos iðimtys leidþia tokiø veiksmø nelaikyti nusikaltimu, jeigu 
tai padaro asmuo, turintis atitinkamus ágaliojimus ir teisëjui leidus [7]. Leidimas gali bûti iðduodamas, 
jei padarytas sunkus nusikaltimas ar bûtina já uþkardyti arba jeigu be pokalbiø kontrolës tolesnis tyri-
mas nerezultatyvus. Kitokiø apribojimø arba papildomø kontrolës mechanizmø Ðveicarijos ástatymai 
nenumato. 
 
Ðvedija 
 
Ðvedijos Konstitucijos 2 straipsnio 6 punkte nurodyta, kad visi pilieèiai apsaugoti nuo valdþios 
veiksmø: prievartinio fizinio poveikio, asmens kratos, namø valdos ir butø apþiûros, taip pat telefoni-
niø pokalbiø ir kitø slaptø susiþinojimø kontrolës. Ðio Konstitucijos straipsnio 12 punkte nurodomos 
iðimtys, kad konstitucinë apsauga gali bûti apribota ir toks apribojimas gali bûti reikalingas tiek, kiek 
bûtinas demokratinëje visuomenëje. Tai reiðkia, kad toks apribojimas negali bûti ilgalaikis, jis gali 
trukti tik tiek, kiek bûtina tikslui pasiekti. Prievartiniø priemoniø panaudojimas negalimas dël politiniø, 
religiniø, kultûriniø ir panaðiø motyvø. Telefoniniø pokalbiø kontrolæ reglamentuoja Teismo proceso 
kodeksas, numatantis ir kitas prievartines priemones. Tokias priemones prokuroro praðymu sankcio-
nuoja teismas ne ilgesniam kaip mënesio laikotarpiui. Telefoniniø pokalbiø kontrolës leidimas apima 
ne tik asmens, bet ir kitø asmenø, kurie gali skambinti jam, telefonø kontrolæ. Tokios priemonës gali 
bûti panaudotos tik tiriant nusikaltimus, uþ kuriuos numatyta ne maþesnë kaip dvejø metø laisvës at-
ëmimo bausmë. Teisëtumo kontrolæ dël prievartiniø priemoniø panaudojimo atlieka teisingumo 
kancleris ir parlamentas [8]. 
Bûtina paminëti, kad, be Teismo proceso kodekso, Ðvedijoje nuo 1952 iki 1998 m. galiojo ásta-
tymas, numatantis analogiðkas prievartos priemones, taip pat ir elektroninæ þvalgybà. Ðio ástatymo ne 
visos prievartinës priemonës sutampa su Teismo proceso kodekso nuostatomis. Pavyzdþiui, pagal ðá 
ástatymà átariamàjá asmená galima sulaikyti keturioms savaitëms, o pagal kodeksà – vienai savaitei. 
Ástatymas taikomas pagal nusikaltimus, kurie pavojingi visuomenei, valstybei ir Karalystei. Ðio ásta-
tymo panaudojimo atvejai neskelbiami nei visuomenei, nei parlamentui.  
 
Suomija 
 
Elektroninæ þvalgybà Suomijoje reglamentuoja Ástatymas dël prievartiniø priemoniø. Ástatyme 
nurodoma, kad elektroninë þvalgyba gali bûti taikoma, jeigu jos panaudojimas yra pateisinamas atsi-
þvelgiant á tiriamo nusikaltimo pavojingumà, á tyrimo svarbà ir á tai, kiek bus apribotos átariamojo as-
mens teisës. Tai ávardijama kaip proporcianalumo principas. Elektroninës þvalgybos priemones sank-
cionuoja teismas pagal teisëtvarkos pareigûno praðymà ne ilgesniam kaip mënesio laikotarpiui. Po-
kalbiø su advokatu ir dvasininku kontrolë draudþiama. Kai kurie asmenys ið dalies apsaugomi nuo 
pokalbiø kontrolës. Tai artimiausi átariamojo giminës, jo gydytojas ir asmenys, turintys teisæ á savo in-
formatoriø saugumà, t.y. þurnalistai, iðskyrus atvejus, kai tiriamas nusikaltimas, uþ kurá numatoma 
daugiau nei ðeðeriø metø laisvës atëmimo bausmë. Kaip vykdoma pokalbiø kontrolë kontroliuoja Vi-
daus reikalø ministerija ir parlamentas. Ádomu tai, kad 1995 m. pagal Suomijos vidaus reikalø ministe-
rijos ataskaità telefoniniø pokalbiø kontrolë buvo atlikta tik tris kartus [8]. 
 
Vengrija 
 
Vengrijos Konstitucijoje nëra nuostatø dël asmens korespondencijos nelieèiamumo. Bet 1995 
m. ástatyme N. CXXV dël nacionalinio saugumo tarnybø reglamentuojama telefoniniø pokalbiø kont-
rolë. Tokiai kontrolei bûtinas leidimas, kurá atitinkamo departamento generalinio direktoriaus praðymu 
gali duoti tik teisingumo ministras, esant nacionalinio saugumo grësmei. Tiriant baudþiamàsias bylas 
leidimà iðduoda ikiteisminio tyrimo teisëjas. Praðyme turi bûti nurodoma: techniniø priemoniø iðdës-
tymas ir panaudojimas; asmenø, kuriø atþvilgiu atliekama kontrolë, duomenys; techniniø priemoniø 
apraðymas; kontrolës pagrindimo motyvai, kontrolës pradþios ir pabaigos laikas; pagrindimas, kad ði 
pokalbio kontrolë vykdoma nacionalinio saugumo interesais. Elektroninës þvalgybos kontrolæ vykdo 
vyriausybë ir parlamentinë komisija. 
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Lenkija 
 
Lenkijos Konstitucijoje nurodoma, kad bûsto ir asmeninës korespondencijos nelieèiamumà 
gina ástatymas. Ástatyme dël valstybës saugos tarnybos ir Baudþiamojo proceso kodekso 198 straisp-
nyje áteisinta telefoniniø pokalbiø kontrolë. Pagal valstybës saugos tarnybos ástatymà vidaus reikalø 
ministras gali pateikti generaliniam prokurorui praðymà dël leidimo kontroliuoti telefoninius pokalbius. 
Ekstremaliais atvejais vidaus reikalø ministras gali ásakyti atlikti tokià pokalbiø kontrolæ ir per 24 valan-
das apie tai praneðti generaliniam prokurorui. Remiantis Baudþiamojo proceso kodekso nuostatose 
nurodoma, kad paðto, telekomunikacijø padaliniai, muitinës ir transporto agentûros privalo teismo ar 
prokuratûros reikalavimu visà korespondencijà, susijusià su tiriama byla, pateikti tyrimà atliekanèioms 
institucijoms. Nepriklausomos kontrolës dël pokalbiø kontrolës procedûrø Lenkijos ástatymuose ne-
numatyta. 
 
 
Iðvados 
 
Visose uþsienio valstybëse teisë naudoti elektroninës þvalgybos priemones suteikiama tik spe-
cialiosioms valstybinëms institucijoms ir draudþiama privaèiame sektoriuje. Paþeidus draudimus nu-
matoma grieþta baudþiamoji ir civilinë atsakomybë.  
Uþsienio valstybëse operatyvinës veiklos teisinis reglamentavimas yra skirtingas: vienose vals-
tybëse administracinis, t. y. atitinkamø specialiøjø tarnybø ástatymuose nurodoma tik teisë atlikti spe-
cialius þvalgybinius veiksmus, o visas reglamentavimas – þinybiniuose teisës aktuose. Kituose – mið-
rus operatyvinës veiklos reglamentavimas, t. y. administracinis ir ástatymiðkas. Tokiais atvejais ástaty-
muose átvirtinamos teisës atlikti veiksmus, susijusius su asmenø privataus gyvenimo apribojimu. Ásta-
tymais nustatytas operatyvinës veiklos reglamentavimas daþniausias posovietinëse valstybëse. Tai 
susijæ su tuo, kad sovietmeèiu buvo deklaruojama, jog socialistinëje valstybëje negali bûti ir nëra jokio 
asmenø operatyvinio persekiojimo. Pasukus demokratiniu keliu paskelbta operatyvinë veikla – tai, kas 
buvo reglamentuojama slaptose þinybinëse instrukcijose, perkelta á vieðus ástatymus.  
Vokietijos Ðiaurës Reino-Vestvalio policijos ástatyme numatytas skyrius „Ypatingi informacijos 
surinkimo metodai“. Jiems priklauso ir asmenø teises apribojantys veiksmai – pasiklausymas, slaptas 
stebëjimas ir pan. Teisë slaptai kontroliuoti pokalbius suteikta Austrijos, Anglijos, Vokietijos, Italijos, 
JAV, Kanados ir kitø valstybiø policijai. Tai suderinama su nusikaltimø prevencijos ir baudþiamojo 
persekiojimo principais, kuriuos 1985 m. pasiûlë Jungtiniø Tautø Generalinë asamblëja.  
Paþymëtina, kad daugelio uþsienio valstybiø teisës normos draudþia naudoti gautus duomenis 
kaip árodymus teismuose ir nedraudþia naudoti elektroninæ þvalgybà. Manoma, kad bûtent duomenø 
apie privatø gyvenimà paskelbimas yra baigtinis veiksmas paþeidþiant þmoniø teises. JAV duomenys, 
gauti atliekant operatyvinius veiksmus, neskelbtiami, jeigu jø paskelbimas gali sutrukdyti operatyvi-
niams tyrimams, paþeisti þmogaus teisæ á teisingà ir objektyvø jo bylos nagrinëjimà, gali bûti neteisëtai 
ásikiðama á privatø gyvenimà. Bet teismas, siekdamas, kad byla bûtø iðnagrinëta iki galo ir visapusið-
kai, turi teisæ pareikalauti duomenø, kuriuos pateikti buvo atsisakyta, ir iðnagrinëjæs juos priimti 
sprendimà dël atsisakymo pateikti duomenis pagrástumo. Jeigu atsisakymas nepagrástas, teismas 
ápareigoja pateikti tokius duomenis pareiðkëjui ir patikrinti asmens, atsisakiusio pateikti duomenis, 
veiksmø teisëtumà. 
Apibendrinant uþsienio valstybiø teisiná elektroninës þvalgybos reglamentavimà sutinkami ben-
dri reikalavimai. Tai: 
– þmogaus teisiø apribojimai numatomi tik ástatymuose; 
– ástatyme turi bûti numatytas nusikaltimø sàraðas, dël kuriø tyrimo gali bûti panaudota elektro-
ninë þvalgyba; 
– elektroninë þvalgyba galima tik tais atvejais, kai tokio metodo pagrástumas nustatytas kitais 
teisëtais bûdais; 
– pokalbiø kontrolës sankcionavimas galimas tik pagal raðtiðkà motyvuotà aukðto rango parei-
gûno praðymà; 
– leidimà kontroliuoti pokalbius gali duoti institucija arba pareigûnas, nepriklausantis vykdoma-
jai valdþiai; 
– nustatoma pokalbiø kontrolës trukmë; 
– numatomos priemonës dël gautos informacijos paskelbimo uþkardymo; 
– numatoma informacijos, nesusijusios su pokalbiø kontrolës tikslais, sunaikinimo tvarka; 
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Apibendrinant uþsienio valstybiø nustatytà þmoniø teisiø apribojimo tvarkà galima padaryti ið-
vadas: 
1. Þmoniø teisiø apribojimo ribos tiesiogiai susijusios su bûtinojo reikalingumo sàlygomis. 
2. Þmogus, ignoruojantis ástatymo reikalavimus ir paþeisdamas juos, negali tikëtis, kad jo teisës 
nebus apribotos. 
3. Nustatyta procedûra informacijos apie þmogaus privatø gyvenimà rinkimas – tai rinkimas to-
kios informacijos, kuri bûtina nusikalstamai veiklai iðtirti, nustatyti ar bylai teisingai iðspræsti ir kurià ki-
tais bûdais ar priemonëmis gauti sunku arba neámanoma.  
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SUMMARY 
 
Among various measures used by public special services the electronic intelligence is a very specific 
method for obtaining information. On the one hand, this is a valuable and even essential measure in fighting 
against crimes and on the other hand, however, being not that evident this is one of the measures limiting 
human rights. 
The article covers legal regulation of electronic intelligence in foreign countries and provides the historic 
development of the regulation. The article overlooks legal acts on electronic intelligence of 10 foreign countries, 
including wire–tapping. The issues analyzed in the article are directly related with the limiting of human rights, 
therefore, in these cases relevant legal regulation is very important in order to protect constitutional rights of an 
individual. The article summarizes the international experience and provides conclusions related with the 
improvement of the appropriate legal acts. 
The generalization of the legal regulation of electronic intelligence of foreign countries reflects general 
requirements such as: 
- only legislation may provide for the cases of limiting human rights; 
- legal acts must provide for the list of crimes the investigation of which may require the use of electronic 
intelligence; 
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- the use of electronic intelligence is allowed only in those cases when other legal instruments regulate 
justified use of this method; 
- sanctioning of wire–tapping is allowed only on the basis of a written motivated application of an 
officer provided for in the laws; 
- the permission to use wire–tapping may be issued by an institution or an officer who do not belong to 
the executive power; 
- established duration of wire–tapping is; 
- measures of the prevention of publicizing the obtained information are laid down; 
- established procedure for destroying the information that is not related with the purposes of wire–
tapping. 
The generalization of the foreign state practices of limiting human rights results in the following 
conclusions:  
1. The level of limiting human rights is directly related with the conditions of necessary need. 
2. An individual who ignores and/or violates legal acts may not expect that his/her rights will not be 
limited. 
3. There is an established procedure providing for that the collection of information about an 
individual’s private life is the collection of the information that is needed for the investigation of criminal act 
and legitimate solving of the case and that the obtaining of such an information by other ways or measures is 
complicated or impossible. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
