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En virtud del desarrollo de las tecnologías de la información en el mundo 
globalizado en el que nos encontramos, el manejo de los datos personales ha 
cobrado gran importancia toda vez que la misma otorga un especial poder a entes 
de naturaleza pública y privada, razón está por la cual este asunto se ha 
convertido en un tema de preocupación para autoridades nacionales e 
internacionales quienes se han visto en la imperiosa tarea de adecuar sus 
disposiciones legales para la protección en la utilización de aquellos datos que 
configuran la órbita de lo estrictamente personal y privado de cada individuo 
puesto que su indebido manejo conllevara indefectiblemente a la transgresión de 
derechos de carácter fundamental, tales como el derecho a la privacidad y la 
intimidad es por esto que se crea el registro nacional de bases de datos.[1] 
 
El registro nacional de base de datos es un registro que deben de realizar los 
responsables del tratamiento de datos personales, personas naturales, entidades 
de naturaleza pública distintas de las sociedades de economía mixta y personas 
jurídicas de naturaleza privada que no están inscritas en la cámara de comercio. 
[2] 
El Registro Nacional de Bases de Datos es el directorio público de las bases de 
datos sujetas a tratamiento que operan en el país, el cual será administrado por la 
Superintendencia de Industria y Comercio y será de libre consulta para los 
ciudadanos. [2] 
El Gobierno Nacional, mediante el capítulo 26 del Decreto Único 1074 de 2015, 
reglamentó la información mínima que debe contener el registro nacional de base 
de datos y los términos y condiciones bajo los cuales se deben inscribir en éste las 





1.1.   Planteamiento del problema 
 
El registro nacional de bases de datos es el directorio público de las bases de 
datos personales sujetas a tratamiento que operan en el país, administrado por la 
Superintendencia de Industria y Comercio y de libre consulta para los ciudadanos. 
 
El manejo de datos personales en las bases de datos en Colombia no han tenido 
un buen manejo y ha dado para problemas de seguridad con la personas que 
ingresan sus datos personales, por eso es necesario un buen control y esta la 
razón por la que se creó el registro nacional de bases de datos, para que la 
superintendencia de industria y comercio como autoridad de protección de datos 
personales, llevará el Registro Nacional de Bases de Datos y tenga la facultad de 
sancionar en caso de incumplimiento de las disposiciones establecidas en el 
decreto.  
Es de vital importancia que las entidades ingresen sus bases al directorio ya que 
el titular de la información debe tener, al menos, la posibilidad de ejercer sus 
derechos a través del mismo medio por el cual fue recogida su información”, y es 
un deber de la entidad inscribir sus bases de datos, así como los términos y 
condiciones bajo los cuales se deben inscribir en este, los responsables del 









1.2.  Justificación 
 
En las últimas décadas hemos observado cómo ha avanzado la tecnología y las 
herramientas basadas en las TICS que permiten agilizar, mejorar y/o automatizar 
procesos que antes se realizaban de manera manual, por ende, es de vital 
importancia que sea implementada y usarla tanto para empresas que manejan y 
guardan datos de personas como para el gobierno que busca implementar un 
registro de bases de datos nacional. 
La elaboración de un documento que explique y describa este registro nacional de 
bases de datos ayuda a empresas, a la universidad y a personas que quieran 
crear empresa y empiecen a manejar bases de datos con información personal, 
logrando que entiendan como es el proceso, la importancia del porque se está 
implementando y evitar futuras multas legales. 
Debido a la implementación de las TICS se espera que todas las bases estén 
dentro de esta base nacional y que esto con lleve a un mejor manejo de los datos 
personales y que no se den los casos vividos por los abusos que se han 












1.3.  Objetivos Del Proyecto 
 
1.3.1. Objetivo general  
Dar explicación sobre que es el registro nacional de bases de datos, sus 
características y las leyes que lo conforman. 
 
1.3.2. Objetivos específicos 
• Explicar que es el registro nacional de bases de datos. 
• Dar a entender por qué fue importante el nacimiento del registro nacional de 
bases de datos. 
• Qué leyes están relacionadas con el registro nacional de bases de datos. 
• Como realizar el registro en la base de datos. 












2. MARCO REFERENCIAL 
 
2.1. Marco Teórico 
El siguiente documento muestra la información definida en la hoja de ruta para la 
adecuación de bases de datos a las normas de protección de datos personales, 
programa nacional del servicio al ciudadano del departamento nacional de 
planeación de Colombia DNP.[4] 
El artículo 15 de la constitución política de Colombia, capítulo de los derechos 
fundamentales dice “todas las personas tienen derecho a su intimidad personal y 
familiar y a su buen nombre, y el Estado debe respetarlos y hacerlos respetar”. De 
igual modo, tienen derecho a conocer, actualizar y rectificar las informaciones que 
se hayan recogido sobre ellas en bancos de datos y en archivos de entidades 
públicas y privada. [4] 
La Ley 1581 de 2012 o Régimen General de Protección de Datos Personales, 
aplicable al tratamiento de información personal contenida en cualquier base de 
datos realizado por personas naturales o jurídicas de naturaleza pública o privada. 
Esta norma, igualmente, designó a la SIC como Autoridad de Protección de Datos 
para garantizar que en su tratamiento se respeten los principios, derechos, 








2.2. Marco legal  
 
LEY ESTATUTARIA 1581 DE 2012 
TÍTULO I 
OBJETO, ÁMBITO DE APLICACIÓN Y DEFINICIONES 
Artículo 1°. Objeto. La presente ley tiene por objeto desarrollar el derecho 
constitucional que tienen todas las personas a conocer, actualizar y rectificar las 
informaciones que se hayan recogido sobre ellas en bases de datos o archivos, y 
los demás derechos, libertades y garantías constitucionales a que se refiere el 
artículo 15 de la Constitución Política; así como el derecho a la información 
consagrado en el artículo 20 de la misma. 
Artículo 2°. Ámbito de aplicación. Los principios y disposiciones contenidas en 
la presente ley serán aplicables a los datos personales registrados en cualquier 
base de datos que los haga susceptibles de tratamiento por entidades de 
naturaleza pública o privada. 
La presente ley aplicará al tratamiento de datos personales efectuado en territorio 
colombiano o cuando al responsable del Tratamiento o Encargado del Tratamiento 
no establecido en territorio nacional le sea aplicable la legislación colombiana en 
virtud de normas y tratados internacionales. 
El régimen de protección de datos personales que se establece en la presente ley 
no será de aplicación: 
a) A las bases de datos o archivos mantenidos en un ámbito exclusivamente 
personal o doméstico. 
Cuando estas bases de datos o archivos vayan a ser suministrados a terceros se 
deberá, de manera previa, informar al Titular y solicitar su autorización. En este 
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caso los Responsables y Encargados de las bases de datos y archivos quedarán 
sujetos a las disposiciones contenidas en la presente ley; 
b) A las bases de datos y archivos que tengan por finalidad la seguridad y defensa 
nacional, así como la prevención, detección, monitoreo y control del lavado de 
activos y el financiamiento del terrorismo; 
c) A las Bases de datos que tengan como fin y contengan información de 
inteligencia y contrainteligencia; 
d) A las bases de datos y archivos de información periodística y otros contenidos 
editoriales; 
e) A las bases de datos y archivos regulados por la Ley 1266 de 2008; 
f) A las bases de datos y archivos regulados por la Ley 79 de 1993. 
Parágrafo. Los principios sobre protección de datos serán aplicables a todas las 
bases de datos, incluidas las exceptuadas en el presente artículo, con los límites 
dispuestos en la presente ley y sin reñir con los datos que tienen características de 
estar amparados por la reserva legal. En el evento que la normatividad especial 
que regule las bases de datos exceptuadas prevea principios que tengan en 
consideración la naturaleza especial de datos, los mismos aplicarán de manera 
concurrente a los previstos en la presente ley. 
Artículo 3°. Definiciones. Para los efectos de la presente ley, se entiende por: 
a) Autorización: Consentimiento previo, expreso e informado del Titular para llevar 
a cabo el Tratamiento de datos personales; 
b) Base de Datos: Conjunto organizado de datos personales que sea objeto de 
Tratamiento; 
c) Dato personal: Cualquier información vinculada o que pueda asociarse a una o 
varias personas naturales determinadas o determinables; 
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d) Encargado del Tratamiento: Persona natural o jurídica, pública o privada, que 
por sí misma o en asocio con otros, realice el Tratamiento de datos personales por 
cuenta del responsable del Tratamiento; 
e) Responsable del Tratamiento: Persona natural o jurídica, pública o privada, que 
por sí misma o en asocio con otros, decida sobre la base de datos y/o el 
Tratamiento de los datos; 
f) Titular: Persona natural cuyos datos personales sean objeto de Tratamiento; 
g) Tratamiento: Cualquier operación o conjunto de operaciones sobre datos 
personales, tales como la recolección, almacenamiento, uso, circulación o 
supresión. 
Artículo 4°. Principios para el Tratamiento de datos personales. En el 
desarrollo, interpretación y aplicación de la presente ley, se aplicarán, de manera 
armónica e integral, los siguientes principios: 
a) Principio de legalidad en materia de Tratamiento de datos: El Tratamiento a que 
se refiere la presente ley es una actividad reglada que debe sujetarse a lo 
establecido en ella y en las demás disposiciones que la desarrollen; 
b) Principio de finalidad: El Tratamiento debe obedecer a una finalidad legítima de 
acuerdo con la Constitución y la Ley, la cual debe ser informada al Titular; 
c) Principio de libertad: El Tratamiento sólo puede ejercerse con el consentimiento, 
previo, expreso e informado del Titular. Los datos personales no podrán ser 
obtenidos o divulgados sin previa autorización, o en ausencia de mandato legal o 
judicial que releve el consentimiento; 
d) Principio de veracidad o calidad: La información sujeta a Tratamiento debe ser 
veraz, completa, exacta, actualizada, comprobable y comprensible. Se prohíbe el 
Tratamiento de datos parciales, incompletos, fraccionados o que induzcan a error; 
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e) Principio de transparencia: En el Tratamiento debe garantizarse el derecho del 
Titular a obtener del responsable del Tratamiento o del Encargado del 
Tratamiento, en cualquier momento y sin restricciones, información acerca de la 
existencia de datos que le conciernan; 
f) Principio de acceso y circulación restringida: El Tratamiento se sujeta a los 
límites que se derivan de la naturaleza de los datos personales, de las 
disposiciones de la presente ley y la Constitución. En este sentido, el Tratamiento 
sólo podrá hacerse por personas autorizadas por el Titular y/o por las personas 
previstas en la presente ley; 
Los datos personales, salvo la información pública, no podrán estar disponibles en 
Internet u otros medios de divulgación o comunicación masiva, salvo que el 
acceso sea técnicamente controlable para brindar un conocimiento restringido sólo 
a los Titulares o terceros autorizados conforme a la presente ley; 
g) Principio de seguridad: La información sujeta a Tratamiento por el responsable 
del Tratamiento o Encargado del Tratamiento a que se refiere la presente ley, se 
deberá manejar con las medidas técnicas, humanas y administrativas que sean 
necesarias para otorgar seguridad a los registros evitando su adulteración, 
pérdida, consulta, uso o acceso no autorizado o fraudulento; 
h) Principio de confidencialidad: Todas las personas que intervengan en el 
Tratamiento de datos personales que no tengan la naturaleza de públicos están 
obligadas a garantizar la reserva de la información, inclusive después de finalizada 
su relación con alguna de las labores que comprende el Tratamiento, pudiendo 
sólo realizar suministro o comunicación de datos personales cuando ello 
corresponda al desarrollo de las actividades autorizadas en la presente ley y en 






CATEGORÍAS ESPECIALES DE DATOS 
Artículo 5°. Datos sensibles. Para los propósitos de la presente ley, se entiende 
por datos sensibles aquellos que afectan la intimidad del Titular o cuyo uso 
indebido puede generar su discriminación, tales como aquellos que revelen el 
origen racial o étnico, la orientación política, las convicciones religiosas o 
filosóficas, la pertenencia a sindicatos, organizaciones sociales, de derechos 
humanos o que promueva intereses de cualquier partido político o que garanticen 
los derechos y garantías de partidos políticos de oposición así como los datos 
relativos a la salud, a la vida sexual y los datos biométricos. 
Artículo 6°. Tratamiento de datos sensibles. Se prohíbe el Tratamiento de datos 
sensibles, excepto cuando: 
a) El Titular haya dado su autorización explícita a dicho Tratamiento, salvo en los 
casos que por ley no sea requerido el otorgamiento de dicha autorización; 
b) El Tratamiento sea necesario para salvaguardar el interés vital del Titular y este 
se encuentre física o jurídicamente incapacitado. En estos eventos, los 
representantes legales deberán otorgar su autorización; 
c) El Tratamiento sea efectuado en el curso de las actividades legítimas y con las 
debidas garantías por parte de una fundación, ONG, asociación o cualquier otro 
organismo sin ánimo de lucro, cuya finalidad sea política, filosófica, religiosa o 
sindical, siempre que se refieran exclusivamente a sus miembros o a las personas 
que mantengan contactos regulares por razón de su finalidad. En estos eventos, 
los datos no se podrán suministrar a terceros sin la autorización del Titular; 
d) El Tratamiento se refiera a datos que sean necesarios para el reconocimiento, 
ejercicio o defensa de un derecho en un proceso judicial; 
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e) El Tratamiento tenga una finalidad histórica, estadística o científica. En este 
evento deberán adoptarse las medidas conducentes a la supresión de identidad 
de los Titulares. 
Artículo 7°. Derechos de los niños, niñas y adolescentes. En el Tratamiento se 
asegurará el respeto a los derechos prevalentes de los niños, niñas y 
adolescentes. 
Queda proscrito el Tratamiento de datos personales de niños, niñas y 
adolescentes, salvo aquellos datos que sean de naturaleza pública. 
Es tarea del Estado y las entidades educativas de todo tipo proveer información y 
capacitar a los representantes legales y tutores sobre los eventuales riesgos a los 
que se enfrentan los niños, niñas y adolescentes respecto del Tratamiento 
indebido de sus datos personales, y proveer de conocimiento acerca del uso 
responsable y seguro por parte de niños, niñas y adolescentes de sus datos 
personales, su derecho a la privacidad y protección de su información personal y 
la de los demás. El Gobierno Nacional reglamentará la materia, dentro de los seis 
(6) meses siguientes a la promulgación de esta ley. 
 
TÍTULO IV 
DERECHOS Y CONDICIONES DE LEGALIDAD PARA EL TRATAMIENTO DE 
DATOS 
Artículo 8°. Derechos de los Titulares. El Titular de los datos personales tendrá 
los siguientes derechos: 
a) Conocer, actualizar y rectificar sus datos personales frente a los responsables 
del Tratamiento o Encargados del Tratamiento. Este derecho se podrá ejercer, 
entre otros frente a datos parciales, inexactos, incompletos, fraccionados, que 
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induzcan a error, o aquellos cuyo Tratamiento esté expresamente prohibido o no 
haya sido autorizado; 
b) Solicitar prueba de la autorización otorgada al responsable del Tratamiento 
salvo cuando expresamente se exceptúe como requisito para el Tratamiento, de 
conformidad con lo previsto en el artículo 10 de la presente ley; 
c) Ser informado por el responsable del Tratamiento o el Encargado del 
Tratamiento, previa solicitud, respecto del uso que le ha dado a sus datos 
personales; 
d) Presentar ante la Superintendencia de Industria y Comercio quejas por 
infracciones a lo dispuesto en la presente ley y las demás normas que la 
modifiquen, adicionen o complementen; 
e) Revocar la autorización y/o solicitar la supresión del dato cuando en el 
Tratamiento no se respeten los principios, derechos y garantías constitucionales y 
legales. La revocatoria y/o supresión procederá cuando la Superintendencia de 
Industria y Comercio haya determinado que en el Tratamiento el Responsable o 
Encargado han incurrido en conductas contrarias a esta ley y a la Constitución; 
f) Acceder en forma gratuita a sus datos personales que hayan sido objeto de 
Tratamiento. 
Artículo 9°. Autorización del Titular. Sin perjuicio de las excepciones previstas 
en la ley, en el Tratamiento se requiere la autorización previa e informada del 
Titular, la cual deberá ser obtenida por cualquier medio que pueda ser objeto de 
consulta posterior. 
Artículo 10. Casos en que no es necesaria la autorización. La autorización del 
Titular no será necesaria cuando se trate de: 
a) Información requerida por una entidad pública o administrativa en ejercicio de 
sus funciones legales o por orden judicial; 
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b) Datos de naturaleza pública; 
c) Casos de urgencia médica o sanitaria; 
d) Tratamiento de información autorizado por la ley para fines históricos, 
estadísticos o científicos; 
e) Datos relacionados con el Registro Civil de las Personas. 
Quien acceda a los datos personales sin que medie autorización previa deberá en 
todo caso cumplir con las disposiciones contenidas en la presente ley. 
Artículo 11. Suministro de la información. La información solicitada podrá ser 
suministrada por cualquier medio, incluyendo los electrónicos, según lo requiera el 
Titular. La información deberá ser de fácil lectura, sin barreras técnicas que 
impidan su acceso y deberá corresponder en un todo a aquella que repose en la 
base de datos. 
El Gobierno Nacional establecerá la forma en la cual los responsables del 
Tratamiento y Encargados del Tratamiento deberán suministrar la información del 
Titular, atendiendo a la naturaleza del dato personal, Esta reglamentación deberá 
darse a más tardar dentro del año siguiente a la promulgación de la presente ley. 
Artículo 12. Deber de informar al Titular. El responsable del Tratamiento, al 
momento de solicitar al Titular la autorización, deberá informarle de manera clara y 
expresa lo siguiente: 
a) El Tratamiento al cual serán sometidos sus datos personales y la finalidad del 
mismo; 
b) El carácter facultativo de la respuesta a las preguntas que le sean hechas, 
cuando estas versen sobre datos sensibles o sobre los datos de las niñas, niños y 
adolescentes; 
c) Los derechos que le asisten como Titular; 
15 
 
d) La identificación, dirección física o electrónica y teléfono del responsable del 
Tratamiento. 
Parágrafo. El responsable del Tratamiento deberá conservar prueba del 
cumplimiento de lo previsto en el presente artículo y, cuando el Titular lo solicite, 
entregarle copia de esta. 
Artículo 13. Personas a quienes se les puede suministrar la información. La 
información que reúna las condiciones establecidas en la presente ley podrá 
suministrarse a las siguientes personas: 
a) A los Titulares, sus causahabientes o sus representantes legales; 
b) A las entidades públicas o administrativas en ejercicio de sus funciones legales 
o por orden judicial; 




Artículo 14. Consultas. Los Titulares o sus causahabientes podrán consultar la 
información personal del Titular que repose en cualquier base de datos, sea esta 
del sector público o privado. El responsable del Tratamiento o Encargado del 
Tratamiento deberán suministrar a estos toda la información contenida en el 
registro individual o que esté vinculada con la identificación del Titular. 
La consulta se formulará por el medio habilitado por el responsable del 
Tratamiento o Encargado del Tratamiento, siempre y cuando se pueda mantener 
prueba de esta. 
La consulta será atendida en un término máximo de diez (10) días hábiles 
contados a partir de la fecha de recibo de la misma. Cuando no fuere posible 
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atender la consulta dentro de dicho término, se informará al interesado, 
expresando los motivos de la demora y señalando la fecha en que se atenderá su 
consulta, la cual en ningún caso podrá superar los cinco (5) días hábiles siguientes 
al vencimiento del primer término. 
Parágrafo. Las disposiciones contenidas en leyes especiales o los reglamentos 
expedidos por el Gobierno Nacional podrán establecer términos inferiores, 
atendiendo a la naturaleza del dato personal. 
Artículo 15. Reclamos. El Titular o sus causahabientes que consideren que la 
información contenida en una base de datos debe ser objeto de corrección, 
actualización o supresión, o cuando adviertan el presunto incumplimiento de 
cualquiera de los deberes contenidos en esta ley, podrán presentar un reclamo 
ante el responsable del Tratamiento o el Encargado del Tratamiento el cual será 
tramitado bajo las siguientes reglas: 
1. El reclamo se formulará mediante solicitud dirigida al responsable del 
Tratamiento o al Encargado del Tratamiento, con la identificación del Titular, la 
descripción de los hechos que dan lugar al reclamo, la dirección, y acompañando 
los documentos que se quiera hacer valer. Si el reclamo resulta incompleto, se 
requerirá al interesado dentro de los cinco (5) días siguientes a la recepción del 
reclamo para que subsane las fallas. Transcurridos dos (2) meses desde la fecha 
del requerimiento, sin que el solicitante presente la información requerida, se 
entenderá que ha desistido del reclamo. 
En caso de que quien reciba el reclamo no sea competente para resolverlo, dará 
traslado a quien corresponda en un término máximo de dos (2) días hábiles e 
informará de la situación al interesado. 
2. Una vez recibido el reclamo completo, se incluirá en la base de datos una 
leyenda que diga "reclamo en trámite" y el motivo del mismo, en un término no 
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mayor a dos (2) días hábiles. Dicha leyenda deberá mantenerse hasta que el 
reclamo sea decidido. 
3. El término máximo para atender el reclamo será de quince (15) días hábiles 
contados a partir del día siguiente a la fecha de su recibo. Cuando no fuere posible 
atender el reclamo dentro de dicho término, se informará al interesado los motivos 
de la demora y la fecha en que se atenderá su reclamo, la cual en ningún caso 
podrá superar los ocho (8) días hábiles siguientes al vencimiento del primer 
término. 
Artículo 16. Requisito de procedibilidad. El Titular o causahabiente sólo podrá 
elevar queja ante la Superintendencia de Industria y Comercio una vez haya 
agotado el trámite de consulta o reclamo ante el responsable del Tratamiento o 
Encargado del Tratamiento. 
 
TÍTULO VI 
DEBERES DE LOS RESPONSABLES DEL TRATAMIENTO Y ENCARGADOS 
DEL TRATAMIENTO 
Artículo 17. Deberes de los responsables del Tratamiento. Los responsables 
del Tratamiento deberán cumplir los siguientes deberes, sin perjuicio de las demás 
disposiciones previstas en la presente ley y en otras que rijan su actividad: 
a) Garantizar al Titular, en todo tiempo, el pleno y efectivo ejercicio del derecho de 
hábeas data; 
b) Solicitar y conservar, en las condiciones previstas en la presente ley, copia de 
la respectiva autorización otorgada por el Titular; 
c) Informar debidamente al Titular sobre la finalidad de la recolección y los 
derechos que le asisten por virtud de la autorización otorgada; 
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d) Conservar la información bajo las condiciones de seguridad necesarias para 
impedir su adulteración, pérdida, consulta, uso o acceso no autorizado o 
fraudulento; 
e) Garantizar que la información que se suministre al Encargado del Tratamiento 
sea veraz, completa, exacta, actualizada, comprobable y comprensible; 
f) Actualizar la información, comunicando de forma oportuna al Encargado del 
Tratamiento, todas las novedades respecto de los datos que previamente le haya 
suministrado y adoptar las demás medidas necesarias para que la información 
suministrada a este se mantenga actualizada; 
g) Rectificar la información cuando sea incorrecta y comunicar lo pertinente al 
Encargado del Tratamiento; 
h) Suministrar al Encargado del Tratamiento, según el caso, únicamente datos 
cuyo Tratamiento esté previamente autorizado de conformidad con lo previsto en 
la presente ley; 
i) Exigir al Encargado del Tratamiento en todo momento, el respeto a las 
condiciones de seguridad y privacidad de la información del Titular; 
j) Tramitar las consultas y reclamos formulados en los términos señalados en la 
presente ley; 
k) Adoptar un manual interno de políticas y procedimientos para garantizar el 
adecuado cumplimiento de la presente ley y en especial, para la atención de 
consultas y reclamos; 
l) Informar al Encargado del Tratamiento cuando determinada información se 
encuentra en discusión por parte del Titular, una vez se haya presentado la 
reclamación y no haya finalizado el trámite respectivo; 
m) Informar a solicitud del Titular sobre el uso dado a sus datos; 
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n) Informar a la autoridad de protección de datos cuando se presenten violaciones 
a los códigos de seguridad y existan riesgos en la administración de la información 
de los Titulares. 
o) Cumplir las instrucciones y requerimientos que imparta la Superintendencia de 
Industria y Comercio. 
Artículo 18. Deberes de los Encargados del Tratamiento. Los Encargados del 
Tratamiento deberán cumplir los siguientes deberes, sin perjuicio de las demás 
disposiciones previstas en la presente ley y en otras que rijan su actividad: 
a) Garantizar al Titular, en todo tiempo, el pleno y efectivo ejercicio del derecho de 
hábeas data; 
b) Conservar la información bajo las condiciones de seguridad necesarias para 
impedir su adulteración, pérdida, consulta, uso o acceso no autorizado o 
fraudulento; 
c) Realizar oportunamente la actualización, rectificación o supresión de los datos 
en los términos de la presente ley; 
d) Actualizar la información reportada por los responsables del Tratamiento dentro 
de los cinco (5) días hábiles contados a partir de su recibo; 
e) Tramitar las consultas y los reclamos formulados por los Titulares en los 
términos señalados en la presente ley; 
f) Adoptar un manual interno de políticas y procedimientos para garantizar el 
adecuado cumplimiento de la presente ley y, en especial, para la atención de 
consultas y reclamos por parte de los Titulares; 
g) Registrar en la base de datos las leyendas "reclamo en trámite" en la forma en 
que se regula en la presente ley; 
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h) Insertar en la base de datos la leyenda "información en discusión judicial" una 
vez notificado por parte de la autoridad competente sobre procesos judiciales 
relacionados con la calidad del dato personal; 
i) Abstenerse de circular información que esté siendo controvertida por el Titular y 
cuyo bloqueo haya sido ordenado por la Superintendencia de Industria y 
Comercio; 
j) Permitir el acceso a la información únicamente a las personas que pueden tener 
acceso a ella; 
k) Informar a la Superintendencia de Industria y Comercio cuando se presenten 
violaciones a los códigos de seguridad y existan riesgos en la administración de la 
información de los Titulares; 
l) Cumplir las instrucciones y requerimientos que imparta la Superintendencia de 
Industria y Comercio. 
Parágrafo. En el evento en que concurran las calidades de responsable del 
Tratamiento y Encargado del Tratamiento en la misma persona, le será exigible el 
cumplimiento de los deberes previstos para cada uno. 
 
TÍTULO VII 
DE LOS MECANISMOS DE VIGILANCIA Y SANCIÓN 
CAPÍTULO I 
De la autoridad de protección de datos 
Artículo 19. Autoridad de Protección de Datos. La Superintendencia de 
Industria y Comercio, a través de una Delegatura para la Protección de Datos 
Personales, ejercerá la vigilancia para garantizar que en el Tratamiento de datos 
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personales se respeten los principios, derechos, garantías y procedimientos 
previstos en la presente ley. 
Parágrafo 1°. El Gobierno Nacional en el plazo de seis (6) meses contados a partir 
de la fecha de entrada en vigencia de la presente ley incorporará dentro de la 
estructura de la Superintendencia de Industria y Comercio un despacho de 
Superintendente Delegado para ejercer las funciones de Autoridad de Protección 
de Datos. 
Parágrafo 2°. La vigilancia del tratamiento de los datos personales regulados en la 
Ley 1266 de 2008 se sujetará a lo previsto en dicha norma. 
Artículo 20. Recursos para el ejercicio de sus funciones. La Superintendencia 
de Industria y Comercio contará con los siguientes recursos para ejercer las 
funciones que le son atribuidas por la presente ley: 
a) Los recursos que le sean destinados en el Presupuesto General de la Nación. 
Artículo 21. Funciones. La Superintendencia de Industria y Comercio ejercerá las 
siguientes funciones: 
a) Velar por el cumplimiento de la legislación en materia de protección de datos 
personales; 
b) Adelantar las investigaciones del caso, de oficio o a petición de parte y, como 
resultado de ellas, ordenar las medidas que sean necesarias para hacer efectivo el 
derecho de hábeas data. Para el efecto, siempre que se desconozca el derecho, 
podrá disponer que se conceda el acceso y suministro de los datos, la 
rectificación, actualización o supresión de los mismos; 
c) Disponer el bloqueo temporal de los datos cuando, de la solicitud y de las 
pruebas aportadas por el Titular, se identifique un riesgo cierto de vulneración de 
sus derechos fundamentales, y dicho bloqueo sea necesario para protegerlos 
mientras se adopta una decisión definitiva; 
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d) Promover y divulgar los derechos de las personas en relación con el 
Tratamiento de datos personales e implementará campañas pedagógicas para 
capacitar e informar a los ciudadanos acerca del ejercicio y garantía del derecho 
fundamental a la protección de datos; 
e) Impartir instrucciones sobre las medidas y procedimientos necesarios para la 
adecuación de las operaciones de los responsables del Tratamiento y Encargados 
del Tratamiento a las disposiciones previstas en la presente ley; 
f) Solicitar a los responsables del Tratamiento y Encargados del Tratamiento la 
información que sea necesaria para el ejercicio efectivo de sus funciones. 
g) Proferir las declaraciones de conformidad sobre las transferencias 
internacionales de datos; 
h) Administrar el Registro Nacional Público de Bases de Datos y emitir las órdenes 
y los actos necesarios para su administración y funcionamiento; 
i) Sugerir o recomendar los ajustes, correctivos o adecuaciones a la normatividad 
que resulten acordes con la evolución tecnológica, informática o comunicacional; 
j) Requerir la colaboración de entidades internacionales o extranjeras cuando se 
afecten los derechos de los Titulares fuera del territorio colombiano con ocasión, 
entre otras, de la recolección internacional de datos personajes; 









Procedimiento y sanciones 
Artículo 22. Trámite. La Superintendencia de Industria y Comercio, una vez 
establecido el incumplimiento de las disposiciones de la presente ley por parte del 
responsable del Tratamiento o el Encargado del Tratamiento, adoptará las 
medidas o impondrá las sanciones correspondientes. 
En lo no reglado por la presente ley y los procedimientos correspondientes se 
seguirán las normas pertinentes del Código Contencioso Administrativo. 
Artículo 23. Sanciones. La Superintendencia de Industria y Comercio podrá 
imponer a los responsables del Tratamiento y Encargados del Tratamiento las 
siguientes sanciones: 
a) Multas de carácter personal e institucional hasta por el equivalente de dos mil 
(2.000) salarios mínimos mensuales legales vigentes al momento de la imposición 
de la sanción. Las multas podrán ser sucesivas mientras subsista el 
incumplimiento que las originó; 
b) Suspensión de las actividades relacionadas con el Tratamiento hasta por un 
término de seis (6) meses. En el acto de suspensión se indicarán los correctivos 
que se deberán adoptar; 
c) Cierre temporal de las operaciones relacionadas con el Tratamiento una vez 
transcurrido el término de suspensión sin que se hubieren adoptado los correctivos 
ordenados por la Superintendencia de Industria y Comercio; 
d) Cierre inmediato y definitivo de la operación que involucre el Tratamiento de 
datos sensibles; 
Parágrafo. Las sanciones indicadas en el presente artículo sólo aplican para las 
personas de naturaleza privada. En el evento en el cual la Superintendencia de 
Industria y Comercio advierta un presunto incumplimiento de una autoridad pública 
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a las disposiciones de la presente ley, remitirá la actuación a la Procuraduría 
General de la Nación para que adelante la investigación respectiva. 
Artículo 24. Criterios para graduar las sanciones. Las sanciones por 
infracciones a las que se refieren el artículo anterior se graduarán atendiendo los 
siguientes criterios, en cuanto resulten aplicables: 
a) La dimensión del daño o peligro a los intereses jurídicos tutelados por la 
presente ley; 
b) El beneficio económico obtenido por el infractor o terceros, en virtud de la 
comisión de la infracción; 
c) La reincidencia en la comisión de la infracción; 
d) La resistencia, negativa u obstrucción a la acción investigadora o de vigilancia 
de la Superintendencia de Industria y Comercio; 
e) La renuencia o desacato a cumplir las órdenes impartidas por la 
Superintendencia de Industria y Comercio; 
f) El reconocimiento o aceptación expresos que haga el investigado sobre la 
comisión de la infracción antes de la imposición de la sanción a que hubiere lugar. 
 
CAPÍTULO III 
Del Registro Nacional de Bases de Datos 
Artículo 25. Definición. Reglamentado por el Decreto Nacional 886 de 2014 El 
Registro Nacional de Bases de Datos es el directorio público de las bases de 
datos sujetas a Tratamiento que operan en el país. 
El registro será administrado por la Superintendencia de Industria y Comercio y 
será de libre consulta para los ciudadanos. 
25 
 
Para realizar el registro de bases de datos, los interesados deberán aportar a la 
Superintendencia de Industria y Comercio las políticas de tratamiento de la 
información, las cuales obligarán a los responsables y encargados del mismo, y 
cuyo incumplimiento acarreará las sanciones correspondientes. Las políticas de 
Tratamiento en ningún caso podrán ser inferiores a los deberes contenidos en la 
presente ley. 
Parágrafo. El Gobierno Nacional reglamentará, dentro del año siguiente a la 
promulgación de la presente ley, la información mínima que debe contener el 
Registro, y los términos y condiciones bajo los cuales se deben inscribir en este 
los responsables del Tratamiento. 
 
TÍTULO VIII 
TRANSFERENCIA DE DATOS A TERCEROS PAÍSES 
Artículo 26. Prohibición. Se prohíbe la transferencia de datos personales de 
cualquier tipo a países que no proporcionen niveles adecuados de protección de 
datos. Se entiende que un país ofrece un nivel adecuado de protección de datos 
cuando cumpla con los estándares fijados por la Superintendencia de Industria y 
Comercio sobre la materia, los cuales en ningún caso podrán ser inferiores a los 
que la presente ley exige a sus destinatarios. 
Esta prohibición no regirá cuando se trate de: 
a) Información respecto de la cual el Titular haya otorgado su autorización expresa 
e inequívoca para la transferencia; 
b) Intercambio de datos de carácter médico, cuando así lo exija el Tratamiento del 
Titular por razones de salud o higiene pública; 




d) Transferencias acordadas en el marco de tratados internacionales en los cuales 
la República de Colombia sea parte, con fundamento en el principio de 
reciprocidad; 
e) Transferencias necesarias para la ejecución de un contrato entre el Titular y el 
responsable del Tratamiento, o para la ejecución de medidas precontractuales 
siempre y cuando se cuente con la autorización del Titular; 
f) Transferencias legalmente exigidas para la salvaguardia del interés público, o 
para el reconocimiento, ejercicio o defensa de un derecho en un proceso judicial. 
Parágrafo 1°. En los casos no contemplados como excepción en el presente 
artículo, corresponderá a la Superintendencia de Industria y Comercio, proferir la 
declaración de conformidad relativa a la transferencia internacional de datos 
personales. Para el efecto, el Superintendente queda facultado para requerir 
información y adelantar las diligencias tendientes a establecer el cumplimiento de 
los presupuestos que requiere la viabilidad de la operación. 
Parágrafo 2°. Las disposiciones contenidas en el presente artículo serán 
aplicables para todos los datos personales, incluyendo aquellos contemplados en 
la Ley 1266 de 2008. 
Decreto 1377 de 2013 
 
CAPÍTULO I  
Disposiciones Generales 
  
Artículo 1°. Objeto. El presente Decreto tiene como objeto reglamentar 
parcialmente la Ley 1581 de 2012, por la cual se dictan disposiciones generales 




Artículo 2°. Tratamiento de datos en el ámbito personal o doméstico. De 
conformidad con lo dispuesto en el literal a) del artículo 2° de la Ley 1581 de 2012, 
se exceptúan de la aplicación de dicha ley y del presente decreto, las bases de 
datos mantenidas en un ámbito exclusivamente personal o doméstico. El ámbito 
personal o doméstico comprende aquellas actividades que se inscriben en el 
marco de la vida privada o familiar de las personas naturales. 
  
Artículo 3°. Definiciones. Además de las definiciones establecidas en el artículo 
3° de la Ley 1581 de 2012, para los efectos del presente decreto se entenderá por: 
  
1. Aviso de privacidad: Comunicación verbal o escrita generada por el 
responsable, dirigida al Titular para el Tratamiento de sus datos personales, 
mediante la cual se le informa acerca de la existencia de las políticas de 
Tratamiento de información que le serán aplicables, la forma de acceder a las 
mismas y las finalidades del Tratamiento que se pretende dar a los datos 
personales. 
  
2. Dato público: Es el dato que no sea semiprivado, privado o sensible. Son 
considerados datos públicos, entre otros, los datos relativos al estado civil de las 
personas, a su profesión u oficio y a su calidad de comerciante o de servidor 
público. Por su naturaleza, los datos públicos pueden estar contenidos, entre 
otros, en registros públicos, documentos públicos, gacetas y boletines oficiales y 





3. Datos sensibles: Se entiende por datos sensibles aquellos que afectan la 
intimidad del Titular o cuyo uso indebido puede generar su discriminación, tales 
como aquellos que revelen el origen racial o étnico, la orientación política, las 
convicciones religiosas o filosóficas, la pertenencia a sindicatos, organizaciones 
sociales, de derechos humanos o que promueva intereses de cualquier partido 
político o que garanticen los derechos y garantías de partidos políticos de 
oposición, así como los datos relativos a la salud, a la vida sexual, y los datos 
biométricos. 
  
4. Transferencia: La transferencia de datos tiene lugar cuando el responsable y/o 
Encargado del Tratamiento de datos personales, ubicado en Colombia, envía la 
información o los datos personales a un receptor, que a su vez es Responsable 
del Tratamiento y se encuentra dentro o fuera del país. 
  
5. Transmisión: Tratamiento de datos personales que implica la comunicación de 
los mismos dentro o fuera del territorio de la República de Colombia cuando tenga 







Artículo 4°. Recolección de los datos personales. En desarrollo de los 
principios de finalidad y libertad, la recolección de datos deberá limitarse a 
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aquellos datos personales que son pertinentes y adecuados para la finalidad para 
la cual son recolectados o requeridos conforme a la normatividad vigente. Salvo 
en los casos expresamente previstos en la ley, no se podrán recolectar datos 
personales sin autorización del Titular 
A solicitud de la Superintendencia de Industria y Comercio, los responsables 
deberán proveer una descripción de los procedimientos usados para la 
recolección, almacenamiento, uso, circulación y supresión de información, como 
también la descripción de las finalidades para las cuales la información es 
recolectada y una explicación sobre la necesidad de recolectar los datos en cada 
caso. 
No se podrán utilizar medios engañosos o fraudulentos para recolectar y realizar 
Tratamiento de datos personales. 
 Artículo 5°. Autorización. El responsable del Tratamiento deberá adoptar 
procedimientos para solicitar, a más tardar en el momento de la recolección de sus 
datos, la autorización del Titular para el Tratamiento de los mismos e informarle 
los datos personales que serán recolectados, así como todas las finalidades 
específicas del Tratamiento para las cuales se obtiene el consentimiento. 
 Los datos personales que se encuentren en fuentes de acceso público, con 
independencia del medio por el cual se tenga acceso, entendiéndose por tales 
aquellos datos o bases de datos que se encuentren a disposición del público, 
pueden ser tratados por cualquier persona siempre y cuando, por su naturaleza, 
sean datos públicos. 
 En caso de haber cambios sustanciales en el contenido de las políticas del 
Tratamiento a que se refiere el Capítulo III de este decreto, referidos a la 
identificación del responsable y a la finalidad del Tratamiento de los datos 
personales, los cuales puedan afectar el contenido de la autorización, el 
responsable del Tratamiento debe comunicar estos cambios al Titular antes de o a 
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más tardar al momento de implementar las nuevas políticas. Además, deberá 
obtener del Titular una nueva autorización cuando el cambio se refiera a la 
finalidad del Tratamiento. 
Artículo 6°. De la autorización para el Tratamiento de datos personales 
sensibles. El Tratamiento de los datos sensibles a que se refiere el artículo 5° de 
la Ley 1581 de 2012 está prohibido, a excepción de los casos expresamente 
señalados en el artículo 6° de la citada ley. 
 En el Tratamiento de datos personales sensibles, cuando dicho Tratamiento sea 
posible conforme a lo establecido en el artículo 6° de la Ley 1581 de 2012, 
deberán cumplirse las siguientes obligaciones: 
1. Informar al titular que por tratarse de datos sensibles no está obligado a 
autorizar su Tratamiento. 
2. Informar al titular de forma explícita y previa, además de los requisitos 
generales de la autorización para la recolección de cualquier tipo de dato personal, 
cuáles de los datos que serán objeto de Tratamiento son sensibles y la finalidad 
del Tratamiento, así como obtener su consentimiento expreso. 
 Ninguna actividad podrá condicionarse a que el Titular suministre datos 
personales sensibles. 
 Artículo 7°. Modo de obtener la autorización. Para efectos de dar cumplimiento 
a lo dispuesto en el artículo 9° de la Ley 1581 de 2012, los Responsables del 
Tratamiento de datos personales establecerán mecanismos para obtener la 
autorización de los titulares o de quien se encuentre legitimado de conformidad 
con lo establecido en el artículo 20 del presente decreto, que garanticen su 
consulta. Estos mecanismos podrán ser predeterminados a través de medios 
técnicos que faciliten al Titular su manifestación automatizada. Se entenderá que 
la autorización cumple con estos requisitos cuando se manifieste (i) por escrito, (ii) 
de forma oral o (iii) mediante conductas inequívocas del titular que permitan 
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concluir de forma razonable que otorgó la autorización. En ningún caso el silencio 
podrá asimilarse a una conducta inequívoca. 
 Artículo 8°. Prueba de la autorización. Los responsables deberán conservar 
prueba de la autorización otorgada por los Titulares de datos personales para el 
Tratamiento de los mismos. 
 Artículo 9°. Revocatoria de la autorización y/o supresión del dato. Los 
Titulares podrán en todo momento solicitar al responsable o encargado la 
supresión de sus datos personales y/o revocar la autorización otorgada para el 
Tratamiento de los mismos, mediante la presen-tación de un reclamo, de acuerdo 
con lo establecido en el artículo 15 de la Ley 1581 de 2012. 
 La solicitud de supresión de la información y la revocatoria de la autorización no 
procederán cuando el Titular tenga un deber legal o contractual de permanecer en 
la base de datos. 
  
El responsable y el encargado deben poner a disposición del Titular mecanismos 
gratuitos y de fácil acceso para presentar la solicitud de supresión de datos o la 
revocatoria de la autorización otorgada. 
 Si vencido el término legal respectivo, el responsable y/o el encargado, según 
fuera el caso, no hubieran eliminado los datos personales, el Titular tendrá 
derecho a solicitar a la Superintendencia de Industria y Comercio que ordene la 
revocatoria de la autorización y/o la supresión de los datos personales. Para estos 
efectos se aplicará el procedimiento descrito en el artículo 22 de la Ley 1581 de 
2012. 
 Artículo 10. Datos recolectados antes de la expedición del presente decreto. 
Para los datos recolectados antes de la expedición del presente decreto, se tendrá 
en cuenta lo siguiente: 
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 1. Los responsables deberán solicitar la autorización de los titulares para 
continuar con el Tratamiento de sus datos personales del modo previsto en el 
artículo 7° anterior, a través de mecanismos eficientes de comunicación, así como 
poner en conocimiento de estos sus políticas de Tratamiento de la información y el 
modo de ejercer sus derechos. 
 2. Para efectos de lo dispuesto en el numeral 1, se considerarán como 
mecanismos eficientes de comunicación aquellos que el responsable o encargado 
usan en el curso ordinario de su interacción con los Titulares registrados en sus 
bases de datos. 
 3. Si los mecanismos citados en el numeral 1 imponen al responsable una carga 
desproporcionada o es imposible solicitar a cada Titular el consentimiento para el 
Tratamiento de sus datos personales y poner en su conocimiento las políticas de 
Tratamiento de la información y el modo de ejercer sus derechos, el Responsable 
podrá implementar mecanismos alternos para los efectos dispuestos en el numeral 
1, tales como diarios de amplia circulación nacional, diarios locales o revistas, 
páginas de Internet del responsable, carteles informativos, entre otros, e informar 
al respecto a la Superintendencia de Industria y Comercio, dentro de los cinco (5) 
días siguientes a su implementación. 
 Con el fin de establecer cuándo existe una carga desproporcionada para el 
responsable se tendrá en cuenta su capacidad económica, el número de titulares, 
la antigüedad de los datos, el ámbito territorial y sectorial de operación del 
responsable y el mecanismo alterno do comunicación a utilizar, de manera que el 
hecho de solicitar el consentimiento a cada uno de los Titulares implique un costo 
excesivo y que ello comprometa la estabilidad financiera del responsable, la 
realización de actividades propias de su negocio o la viabilidad de su presupuesto 
programado. 
 A su vez, se considerará que existe una imposibilidad de solicitar a cada titular el 
consentimiento para el Tratamiento de sus datos personales y poner en su 
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conocimiento las políticas de Tratamiento de la información y el modo de ejercer 
sus derechos cuando el responsable no cuente con datos de contacto de los 
titulares, ya sea porque los mismos no obran en sus archivos, registros o bases de 
datos, o bien, porque estos se encuentran desactualizados, incorrectos, 
incompletos o inexactos. 
  
4. Si en el término de treinta (30) días hábiles, contado a partir de la 
implementación de cualesquiera de los mecanismos de comunicación descritos en 
los numerales 1, 2 y 3, el Titular no ha contactado al Responsable o Encargado 
para solicitar la supresión de sus datos personales en los términos del presente 
decreto, el responsable y encargado podrán continuar realizando el Tratamiento 
de los datos contenidos en sus bases de datos para la finalidad o finalidades 
indicadas en la política de Tratamiento de la información, puesta en conocimiento 
de los titulares mediante tales mecanismos, sin perjuicio de la facultad que tiene el 
Titular de ejercer en cualquier momento su derecho y pedir la eliminación del dato. 
  
5. En todo caso el Responsable y el Encargado deben cumplir con todas las 
disposiciones aplicables de la Ley 1581 de 2012 y el presente decreto. Así mismo, 
será necesario que la finalidad o finalidades del Tratamiento vigentes sean 
iguales, análogas o compatibles con aquella o aquellas para las cuales se 
recabaron los datos personales inicialmente. 
 Parágrafo. La implementación de los mecanismos alternos de comunicación 
previstos en esta norma deberá realizarse a más tardar dentro del mes siguiente 
de la publicación del presente decreto. 
 Artículo 11. Limitaciones temporales al Tratamiento de los datos personales. 
Los Responsables y Encargados del Tratamiento solo podrán recolectar, 
almacenar, usar o circular los datos personales durante el tiempo que sea 
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razonable y necesario, de acuerdo con las finalidades que justificaron el 
tratamiento, atendiendo a las disposiciones aplicables a la materia de que se trate 
y a los aspectos administrativos, contables, fiscales, jurídicos e históricos de la 
información. Una vez cumplida la o las finalidades del tratamiento y sin perjuicio de 
normas legales que dispongan lo contrario, el responsable y el Encargado 
de-berán proceder a la supresión de los datos personales en su posesión. No 
obstante, lo anterior, los datos personales deberán ser conservados cuando así se 
requiera para el cumplimiento de una obligación legal o contractual. 
  
Los responsables y encargados del tratamiento deberán documentar los 
procedimientos para el Tratamiento, conservación y supresión de los datos 
personales de conformidad con las disposiciones aplicables a la materia de que se 
trate, así como las instrucciones que al respecto imparta la Superintendencia de 
Industria y Comercio. 
  
Artículo 12. Requisitos especiales para el tratamiento de datos personales de 
niños, niñas y adolescentes. El Tratamiento de datos personales de niños, niñas 
y adolescentes está prohibido, excepto cuando se trate de datos de naturaleza 
pública, de conformidad con lo establecido en el artículo 7° de la Ley 1581 de 
2012 y cuando dicho Tratamiento cumpla con los siguientes parámetros y 
requisitos: 
1. Que responda y respete el interés superior de los niños, niñas y adolescentes. 
2. Que se asegure el respeto de sus derechos fundamentales. 
Cumplidos los anteriores requisitos, el representante legal del niño, niña o 
adolescente otorgará la autorización previo ejercicio del menor de su derecho a 
ser escuchado, opinión que será valorada teniendo en cuenta la madurez, 
autonomía y capacidad para entender el asunto. 
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 Todo responsable y encargado involucrado en el tratamiento de los datos 
personales de niños, niñas y adolescentes, deberá velar por el uso adecuado de 
los mismos. Para este fin deberán aplicarse los principios y obligaciones 
establecidos en la Ley 1581 de 2012 y el presente decreto. 
 La familia y la sociedad deben velar porque los responsables y encargados del 
tratamiento de los datos personales de los menores de edad cumplan las 





Políticas de Tratamiento 
  
Artículo 13. Políticas de Tratamiento de la información. Los responsables del 
tratamiento deberán desarrollar sus políticas para el tratamiento de los datos 
personales y velar porque los Encargados del Tratamiento den cabal cumplimiento 
a las mismas. 
 Las políticas de Tratamiento de la información deberán constar en medio físico o 
electrónico, en un lenguaje claro y sencillo y ser puestas en conocimiento de los 
Titulares. Dichas políticas deberán incluir, por lo menos, la siguiente información: 
1. Nombre o razón social, domicilio, dirección, correo electrónico y teléfono del 
responsable. 
2. Tratamiento al cual serán sometidos los datos y finalidad del mismo cuando 
esta no se haya informado mediante el aviso de privacidad. 
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3. Derechos que le asisten como Titular. 
4. Persona o área responsable de la atención de peticiones, consultas y reclamos 
ante la cual el titular de la información puede ejercer sus derechos a conocer, 
actualizar, rectificar y suprimir el dato y revocar la autorización. 
5. Procedimiento para que los titulares de la información puedan ejercer los 
derechos a conocer, actualizar, rectificar y suprimir información y revocar la 
autorización. 
6. Fecha de entrada en vigor de la política de tratamiento de la información y 
período de vigencia de la base de datos. 
Cualquier cambio sustancial en las políticas de tratamiento, en los términos 
descritos en el artículo 5° del presente decreto, deberá ser comunicado 
oportunamente a los titulares de los datos personales de una manera eficiente, 
antes de implementar las nuevas políticas. 
  
Artículo 14. Aviso de privacidad. En los casos en los que no sea posible poner a 
disposición del Titular las políticas de tratamiento de la información, los 
responsables deberán informar por medio de un aviso de privacidad al titular sobre 
la existencia de tales políticas y la forma de acceder a las mismas, de manera 
oportuna y en todo caso a más tardar al momento de la recolección de los datos 
personales. 
 Artículo 15. Contenido mínimo del Aviso de Privacidad. El aviso de 
privacidad, como mínimo, deberá contener la siguiente información: 
1. Nombre o razón social y datos de contacto del responsable del tratamiento. 
2. El Tratamiento al cual serán sometidos los datos y la finalidad del mismo. 
3. Los derechos que le asisten al titular. 
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4. Los mecanismos dispuestos por el responsable para que el titular conozca la 
política de Tratamiento de la información y los cambios sustanciales que se 
produzcan en ella o en el Aviso de Privacidad correspondiente. En todos los 
casos, debe informar al Titular cómo acceder o consultar la política de Tratamiento 
de información. 
No obstante, lo anterior, cuando se recolecten datos personales sensibles, el aviso 
de privacidad deberá señalar expresamente el carácter facultativo de la respuesta 
a las preguntas que versen sobre este tipo de datos. 
En todo caso, la divulgación del Aviso de Privacidad no eximirá al responsable de 
la obligación de dar a conocer a los titulares la política de tratamiento de la 
información, de conformidad con lo establecido en este decreto. 
Artículo 16. Deber de acreditar puesta a disposición del aviso de privacidad y 
las políticas de Tratamiento de la información. Los responsables deberán 
conservar el modelo del Aviso de Privacidad que utilicen para cumplir con el deber 
que tienen de dar a conocer a los Titulares la existencia de políticas del 
tratamiento de la información y la forma de acceder a las mismas, mientras se 
traten datos personales conforme al mismo y perduren las obligaciones que de 
este se deriven. Para el almacenamiento del modelo, el Responsable podrá 
emplear medios informáticos, electrónicos o cualquier otra tecnología que 
garantice el cumplimiento de lo previsto en la Ley 527 de 1999. 
  
Artículo 17. Medios de difusión del aviso de privacidad y de las políticas de 
tratamiento de la información. Para la difusión del aviso de privacidad y de la 
política de tratamiento de la información, el responsable podrá valerse de 
documentos, formatos electrónicos, medios verbales o cualquier otra tecnología, 




Artículo 18. Procedimientos para el adecuado tratamiento de los datos 
personales. Los procedimientos de acceso, actualización, supresión y 
rectificación de datos personales y de revocatoria de la autorización deben darse a 
conocer o ser fácilmente accesibles a los Titulares de la información e incluirse en 
la política de tratamiento de la información. 
 Artículo 19. Medidas de seguridad. La Superintendencia de Industria y 
Comercio impartirá las instrucciones relacionadas con as medidas de seguridad en 
el Tratamiento de datos personales. 
  
 
CAPÍTULO IV  
Ejercicio de los derechos de los titulares 
  
Artículo 20. Legitimación para el ejercicio de los derechos del titular. Los 
derechos de los Titulares establecidos en la Ley podrán ejercerse por las 
siguientes personas: 
1. Por el Titular, quien deberá acreditar su identidad en forma suficiente por los 
distintos medios que le ponga a disposición el responsable. 
2. Por sus causahabientes, quienes deberán acreditar tal calidad. 
3. Por el representante y/o apoderado del Titular, previa acreditación de la 
representación o apoderamiento. 
4. Por estipulación a favor de otro o para otro. 
Los derechos de los niños, niñas o adolescentes se ejercerán por las personas 




Artículo 21. Del derecho de acceso. Los responsables y encargados del 
tratamiento deben establecer mecanismos sencillos y ágiles que se encuentren 
permanentemente disponibles a los Titulares con el fin de que estos puedan 
acceder a los datos personales que estén bajo el control de aquellos y ejercer sus 
derechos sobre los mismos. 
 El Titular podrá consultar de forma gratuita sus datos personales: (i) al menos una 
vez cada mes calendario, y (ii) cada vez que existan modificaciones sustanciales 
de las Políticas de Tratamiento de la información que motiven nuevas consultas. 
 Para consultas cuya periodicidad sea mayor a una por cada mes calendario, el 
responsable solo podrá cobrar al titular los gastos de envío, reproducción y, en su 
caso, certificación de documentos. Los costos de reproducción no podrán ser 
mayores a los costos de recuperación del material correspondiente. Para tal 
efecto, el responsable deberá demostrar a la Superintendencia de Industria y 
Comercio, cuando esta así lo requiera, el soporte de dichos gastos. 
 Artículo 22. Del derecho de actualización, rectificación y supresión. En 
desarrollo del principio de veracidad o calidad, en el tratamiento de los datos 
personales deberán adoptarse las medidas razonables para asegurar que los 
datos personales que reposan en las bases de datos sean precisos y suficientes y, 
cuando así lo solicite el Titular o cuando el responsable haya podido advertirlo, 
sean actualizados, rectificados o suprimidos, de tal manera que satisfagan los 
propósitos del tratamiento. 
Artículo 23. Medios para el ejercicio de los derechos. Todo Responsable y 
Encargado deberá designar a una persona o área que asuma la función de 
protección de datos personales, que dará trámite a las solicitudes de los Titulares, 






Transferencias y transmisiones internacionales de datos personales 
Artículo 24. De la transferencia y transmisión internacional de datos 
personales. Para la transmisión y transferencia de datos personales, se aplicarán 
las siguientes reglas: 
1. Las transferencias internacionales de datos personales deberán observar lo 
previsto en el artículo 26 de la Ley 1581 de 2012. 
2. Las transmisiones internacionales de datos personales que se efectúen entre un 
responsable y un encargado para permitir que el encargado realice el tratamiento 
por cuenta del responsable, no requerirán ser informadas al Titular ni contar con 
su consentimiento cuando exista un contrato en los términos del artículo 25 
siguiente. 
Artículo 25. Contrato de transmisión de datos personales. El contrato que 
suscriba el responsable con los encargados para el tratamiento de datos 
personales bajo su control y responsabilidad señalará los alcances del tratamiento, 
las actividades que el encargado realizará por cuenta del responsable para el 
tratamiento de los datos personales y las obligaciones del Encargado para con el 
titular y el responsable. 
Mediante dicho contrato el encargado se comprometerá a dar aplicación a las 
obligaciones del responsable bajo la política de Tratamiento de la información 
fijada por este y a realizar el Tratamiento de datos de acuerdo con la finalidad que 
los Titulares hayan autorizado y con las leyes aplicables. 
 Además de las obligaciones que impongan las normas aplicables dentro del 




1. Dar Tratamiento, a nombre del responsable, a los datos personales conforme a 
los principios que los tutelan. 
2. Salvaguardar la seguridad de las bases de datos en los que se contengan datos 
personales.  




Responsabilidad demostrada frente al tratamiento de datos personales 
Artículo 26. Demostración. Los responsables del tratamiento de datos 
personales deben ser capaces de demostrar, a petición de la Superintendencia de 
Industria y Comercio, que han implementado medidas apropiadas y efectivas para 
cumplir con las obligaciones establecidas en la Ley 1581 de 2012 y este decreto, 
en una manera que sea proporcional a lo siguiente: 
 
1. La naturaleza jurídica del responsable y, cuando sea del caso, su tamaño 
empresarial, teniendo en cuenta si se trata de una micro, pequeña, mediana o 
gran empresa, de acuerdo con la normativa vigente. 
2. La naturaleza de los datos personales objeto del tratamiento. 
3. El tipo de Tratamiento. 
4. Los riesgos potenciales que el referido tratamiento podrían causar sobre los 
derechos de los titulares. 
 En respuesta a un requerimiento de la Superintendencia de Industria y Comercio, 
los responsables deberán suministrar a esta una descripción de los 
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procedimientos usados para la recolección de los datos personales, como también 
la descripción de las finalidades para las cuales esta información es recolectada y 
una explicación sobre la relevancia de los datos personales en cada caso. 
 En respuesta a un requerimiento de la Superintendencia de Industria y Comercio, 
quienes efectúen el Tratamiento de los datos personales deberán suministrar a 
esta evidencia sobre la implementación efectiva de las medidas de seguridad 
apropiadas: 
Artículo 27. Políticas internas efectivas. En cada caso, de acuerdo con las 
circunstancias mencionadas en los numerales 1, 2, 3 y 4 del artículo 26 anterior, 
las medidas efectivas y apropiadas implementadas por el responsable deben ser 
consistentes con las instrucciones impartidas por la Superintendencia de Industria 
y Comercio. Dichas políticas deberán garantizar: 
  
1. La existencia de una estructura administrativa proporcional a la estructura y 
tamaño empresarial del responsable para la adopción e implementación de 
políticas consistentes con la Ley 1581 de 2012 y este decreto. 
2. La adopción de mecanismos internos para poner en práctica estas políticas 
incluyendo herramientas de implementación, entrenamiento y programas de 
educación. 
3. La adopción de procesos para la atención y respuesta a consultas, peticiones y 
reclamos de los Titulares, con respecto a cualquier aspecto del tratamiento.         
La verificación por parte de la Superintendencia de Industria y Comercio de la 
existencia de medidas y políticas específicas para el manejo adecuado de los 
datos personales que administra un responsable será tenida en cuenta al 
momento de evaluar la imposición de sanciones por violación a los deberes y 
obligaciones establecidos en la ley y en el presente decreto. 
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Decreto 886 de 2014 
CAPÍTULO I 
Disposiciones generales 
Artículo 1°. Objeto. El presente decreto tiene como objeto reglamentar la 
información mínima que debe contener el Registro Nacional de Bases de Datos, 
creado por la Ley 1581 de 2012, así como los términos y condiciones bajo las 
cuales se deben inscribir en este los Responsables del Tratamiento. 
Artículo 2°. Ámbito de aplicación. Serán objeto de inscripción en el Registro 
Nacional de Bases de Datos, las bases de datos que contengan datos personales 
cuyo Tratamiento automatizado o manual se realice por personas naturales o 
jurídicas, de naturaleza pública o privada, en el territorio colombiano o fuera de él, 
en este último caso, siempre que al responsable del Tratamiento o al Encargado 
del Tratamiento le sea aplicable la legislación colombiana en virtud de normas y 
tratados internacionales. Lo anterior sin perjuicio de las excepciones previstas en 
el artículo 2° de la Ley 1581 de 2012. 
Artículo 3°. Deber de inscribir las bases de datos. El responsable del 
Tratamiento debe inscribir en el Registro Nacional de Bases de Datos, de manera 
independiente, cada una de las bases de datos que contengan datos personales 
sujetos a Tratamiento. 
Artículo 4°. Consulta del Registro Nacional de Bases de Datos. Los 
ciudadanos podrán consultar en el Registro Nacional de Bases de Datos, la 
información mínima prevista en el artículo 5° del presente decreto con el fin de 
facilitar el ejercicio de sus derechos a conocer, actualizar, rectificar, suprimir el 






Del Registro Nacional de Bases de Datos 
Artículo 5°. Información mínima del Registro Nacional de Bases de Datos. La 
infor-mación mínima que debe contener el Registro Nacional de Bases de Datos 
es la siguiente: 
1. Datos de identificación, ubicación y contacto del responsable del Tratamiento de 
la base de datos. 
2. Datos de identificación, ubicación y contacto del o de los Encargados del 
Tratamiento de la base de datos. 
3. Canales para que los titulares ejerzan sus derechos. 
4. Nombre y finalidad de la base de datos. 
5. Forma de Tratamiento de la base de datos (manual y/o automatizada), y 
6. Política de Tratamiento de la información. 
La Superintendencia de Industria y Comercio, como autoridad de protección de 
datos personales, podrá establecer dentro del Registro Nacional de Bases de 
Datos información adicional a la mínima prevista en este artículo, acorde con las 
facultades que le atribuyó la Ley 1581 de 2012 en el literal h) del artículo 21. 
Artículo 6°. Responsable del Tratamiento de la base de datos. Cuando el 
responsable del Tratamiento de la base de datos sea una persona jurídica, deberá 
indicar su denominación o Razón Social y su número de identificación tributaria, 
así como sus datos de ubicación y contacto. Cuando el responsable del 
Tratamiento sea una persona natural, inscribirá sus datos de identificación, 
ubicación y contacto. 
Artículo 7°. Encargado del Tratamiento de la Base de Datos. Cuando el 
Encargado o los Encargados del Tratamiento de la Base de Datos sean o sea una 
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persona jurídica, el responsable del Tratamiento deberá indicar en el Registro 
Nacional de Bases de Datos la denominación o razón social completa y el número 
de identificación tributaria de dicho Encargado o Encargados, así como sus datos 
de ubicación y contacto. Cuando el o los Encargados del Tratamiento sean o sea 
una persona natural, se inscribirán sus datos de identificación, ubicación y 
contacto. 
Artículo 8°. Canales para ejercer derechos. Son los medios de recepción y 
atención de peticiones, consultas y reclamos que el Responsable del Tratamiento 
y el Encargado del Tratamiento deben poner a disposición de los Titulares de la 
información, con los datos de contacto respectivos, por medio de los cuales el 
titular puede ejercer sus derechos a conocer, actualizar, rectificar y suprimir sus 
datos personales contenidos en bases de datos y revocar la autorización que haya 
otorgado para el Tratamiento de los mismos, cuando esto sea posible. Estos 
canales deben prever, por lo menos, la posibilidad de que el titular ejerza sus 
derechos a través del mismo medio por el cual fue recogida su información, 
dejando constancia de la recepción y trámite de la respectiva solicitud. 
En los casos en los que el Tratamiento de datos lo realice el Encargado, el 
responsable del Tratamiento registrará la información de contacto del Encargado 
para que el titular pueda adelantar ante este el ejercicio de sus derechos, sin 
perjuicio de la posibilidad que tiene de acudir directamente al Responsable del 
Tratamiento. 
Artículo 9°. Nombre y finalidad de la base de datos. El responsable del 
Tratamiento identificará cada una de las bases de datos que inscriba, de acuerdo 
con la finalidad para la cual fue creada. 
Artículo 10. Formas de Tratamiento. Los datos personales contenidos en bases 
de datos podrán ser tratados de manera automatizada o manual. Son bases de 
datos manuales los archivos cuya información se encuentra organizada y 
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almacenada de manera física y bases de datos automatizadas aquellas que se 
almacenan y administran con la ayuda de herramientas informáticas. 
Artículo 11. Política de Tratamiento de la información. La inscripción de la 
política de Tratamiento de la información en el Registro Nacional de Bases de 
Datos no exime al responsable del Tratamiento de su deber de ponerla en 
conocimiento de los Titulares. 
La información mínima que debe contener dicha política corresponde a la prevista 
en el artículo 13 del Decreto número 1377 de 2013. 
 
CAPÍTULO III 
Términos y condiciones de inscripción en el Registro Nacional de Bases de 
Datos 
Artículo 12. Plazo de inscripción. Los responsables del Tratamiento deberán 
inscribir sus bases de datos en el Registro Nacional de Bases de Datos dentro del 
año siguiente a la fecha en que la Superintendencia de Industria y Comercio 
habilite dicho registro, de acuerdo con las instrucciones que para el efecto imparta 
esa entidad. Las bases de Datos que se creen con posterioridad a ese plazo 
deberán inscribirse dentro de los dos (2) meses siguientes, contados a partir de su 
creación. 
Artículo 13. Inscripción de las Bases de Datos. La Superintendencia de 
Industria y Comercio establecerá el procedimiento de inscripción en el Registro 
Nacional de Bases de Datos que deberán cumplir los responsables del 
Tratamiento, previa validación de su identidad, de acuerdo con lo que para el 
efecto establezca esa entidad. 
Artículo 14. Actualización de la información contenida en el Registro 
Nacional de Bases de Datos. Los responsables del Tratamiento de las bases de 
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datos deberán actualizar en el Registro Nacional de Bases de Datos la información 
inscrita cuando haya cambios sustanciales, según sean definidos por la 
Superintendencia de Industria y Comercio. 
Artículo 15. Facultad Sancionatoria de la Superintendencia de Industria y 
Comercio. La facultad sancionatoria le corresponde a la Superintendencia de 
Industria y Comercio, cuando se incumpla la Ley 1581 de 2012. 
 
 
DECRETO 1115 DE 2017: 
Aplazado registro de Base de Datos para el año 2018 
ARTÍCULO 1. Modifíquese el artículo 2.2.2.26.3.1 del Decreto 1074 de 2015 - 
Decreto Único Reglamentario del Sector Comercio, Industria y Turismo, el cual 
quedará así: 
Artículo 2.2.2.26.3.1. Plazo de inscripción. La inscripción de las bases de datos 
en el Registro Nacional de Bases de Datos se llevará a cabo en los siguientes 
plazos: 
a) Los Responsables del Tratamiento, personas jurídicas de naturaleza privada y 
sociedades de economía mixta inscritas en las cámaras de comercio del país, 
deberán realizar la referida inscripción a más tardar el treinta uno (31) de enero. 
de 2018, de acuerdo con las instrucciones que para el efecto imparta la 
Superintendencia de Industria y Comercio. 
b) Los Responsables del Tratamiento, personas naturales, entidades de 
naturaleza pública distintas de las sociedades de economía mixta y personas 
jurídicas de naturaleza privada que no están inscritas en las cámaras de comercio, 
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deberán inscribir sus bases de datos en el Registro Nacional de Bases de Datos a 
más tardar el treinta y uno (31) de enero de 2019, conforme con las instrucciones 
impartidas para tales efectos por la Superintendencia de Industria y Comercio. 
Las bases de datos que se creen con posterioridad al vencimiento de los plazos 
referidos en los literales a) y b) del presente artículo, deberán inscribirse dentro de 
los dos (2) meses siguientes, contados a partir de su creación. 
ARTÍCULO 2. VIGENCIAS Y DEROGATORIAS. El presente Decreto rige a partir 

















3.1. Tipo de Investigación  
El manual de Frascati (2003) define La investigación y el desarrollo experimental 
(I+D) de la siguiente manera: Comprenden el trabajo creativo llevado a cabo de 
forma sistemática para incrementar el volumen de conocimientos, incluido el 
conocimiento del hombre, la cultura y la sociedad, y el uso de esos conocimientos 
para crear nuevas aplicaciones. 
En este caso, competen a este proyecto las definiciones de Investigación aplicada 
y la incrementación del volumen del conocimiento. 
Investigación aplicada consiste en trabajos originales realizados para adquirir 
nuevos conocimientos; sin embargo, está dirigida fundamentalmente hacia un 
objetivo práctico específico. El incremento de volumen consiste en trabajos 
sistemáticos que aprovechan los conocimientos existentes obtenidos de la 
investigación y/o la experiencia práctica, y está dirigido a la producción de nuevos 
materiales, productos o dispositivos; a la puesta en marcha de nuevos procesos, 
sistemas y servicios, o a la mejora sustancial de los ya existentes. 
3.2. Métodos de recolección de información  
El proyecto utiliza un método de recolección progresiva en el cual se tiene, un 
número determinado de fuentes bibliográficas y una herramienta de investigación 
principal, llámese esta el registro nacional de bases de datos, generando así un 
documento de fuentes correlacionadas que apunten a la herramienta en cuestión. 
Estas fuentes bibliográficas poseen su origen de diversos medios de difusión 
investigativa como revistas de investigación, bibliotecas, y principalmente fuentes 
fiables de páginas web con prestigio investigativo,  esta información fue analizada 
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y transcrita tomando las partes que se adecuaran al presente proyecto,  
principalmente en el uso legal de las herramientas y registros de bases de datos 
públicas, el proyecto no es escrito en términos o criterios personales, y solo 
cumple la labor de recolectar la información de forma concisa y precisa para 
entender el tema de investigación. 
3.3.  Componentes del proyecto 
 
El propósito de este proyecto es dar explicación clara sobre el registro nacional de 
bases de datos y todo lo que gira en torno a ella y sus leyes, esto se desarrollara 
haciendo un desglose metodológico en termino de sus componentes principales, 
en base a los objetivos específicos del presente. 
 
3.3.1. Explicar que es el registro nacional de bases de datos 
El registro nacional de bases de datos al ser un cumulo de recursos y 
conocimiento tan amplio requiere que se analicen sus caracterizas y clasificación 
de sus componentes, para la comprensión, parcial, mas no total, de esta, ya que 
esta al igual que un registro nacional bien estructurada estará sujeta a cambios y 
significara que tanto sus componentes como su estructura no es estática, la 









3.3.2. Dar a entender por qué nació 
Los orígenes de toda aglomeración de conocimientos ya sea investigativa, de 
ciencias, de desarrollo, poseen un propósito, este le da dirección y entendimiento 
de las necesidades de que existan, debido a esto, es fundamental, en la 
metodología incluir la investigación de antecedentes de evolución de estas 
herramientas para la explicación de la dirección y razón de estas.  
3.3.3. Qué leyes están relacionadas  
Se hace uso de la constitución y leyes colombianas de las tecnologías de la 
información, para determinar los límites y manejo legal del registro nacional de 
bases de datos, cosa importante para el uso adecuado y que no se indebido, ya 
que estas limitan y controlan el manejo e intenciones que se le dé la información 
accedida. 
3.3.4. Registro y manipulación  
Es deber de los responsables del Tratamiento de los datos personales registrar las 
bases de datos con información personal, no de los Encargados del Tratamiento ni 
de los establecimientos de comercio o de las sucursales de las compañías. 
Antes de registrar las bases de datos es preciso realizar el inventario de las bases 
de datos con información personal que tenga, bien sea en medio físico (papel) o 
electrónico (listas o archivos en cualquier formato, bases de datos relacionales, 
etc.). 
En la página de la Superintendencia de Industria y Comercio, www.sic.gov.co, en el 
micrositio de “Protección de Datos Personales” hay un link del Registro Nacional 
de Bases de Datos, donde puede encontrar la ayuda necesaria para inscribir sus 
bases de datos. Allí están publicados el Video Tutorial y el Manual de Usuario. 
Adicionalmente, puede comunicarse a la línea gratuita nacional 018000-910165 o 




• El registro nacional de bases de datos es una herramienta muy útil que 
permite al estado auditar de forma más eficiente las bases de datos de las 
empresas mejorando así la revisión y evitando de tal manera el 
incumplimiento de normas y/o leyes. 
 
• el RNBD es un gran aporte para que cualquier persona ejerza su derecho al 
buen nombre y no haya falsa información o incluso calumnia hecha por 
terceros, ademas cada persona está en el derecho en verificar su 
información y poder pedir el cambio, eliminación o realizar su respectivo 
denuncio. 
 
• Generar conciencia de que la información personal de las personas se debe 
de mantener de forma segura y se debe de respetar el habeas data, para 
que tanto personas como empresas no cometen actos ilegales que 
molesten a uno a varios grupos de personas.  
• Generar mejores políticas tanto a la hora de recolectar información de la 
persona, como los tipos de seguridad que se implementan, además de la 
información que se comparte a otras empresas y hasta la información que 
pueda llegar a salir del territorio nacional.   
• La protección de datos personales fue concebida como un derecho 
fundamental, autónomo e independiente derivado del derecho a la vida 
privada y familiar, así como a la dignidad humana, confiriendo a su titular la 
facultad de reservarse para si todo lo relacionado con su información íntima 
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