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Tutkimuksen tilaajana toimi Aito Säästöpankki Oy. Tutkimuksen tavoitteena oli selvittää 
pankkiyhteyskanavan käyttöä uuden maksupalveludirektiivin tuomien muutosten seu-
rauksena tiedonjakokanavana uusille toimijoille. Samalla haluttiin tutkia nykyistä hin-
noittelua ja sen direktiivinmukaisuutta. Huomioon haluttiin ottaa myös tietosuoja-asiat ja 
nykyiset palvelut sekä niiden kehittäminen. 
Teoriaosuus koostuu ensimmäisestä ja toisesta maksupalveludirektiivistä ja niiden vaiku-
tuksista mikroyrityksille sekä pankkiyhteyskanavan toiminnasta. Teoriaosuudessa pyri-
tään avaamaan direktiivien sisältöä ja pankkiyhteyskanavan toimintatapaa yrityksien ja 
pankkien välisenä tiedonkulkukanavana.  
Tutkimuksellinen osuus toteutettiin haastatteluilla. Metodina käytettiin avointa haastatte-
lua johtuen haastateltavien erilaisista asemista työelämässä. Tutkimuksellisen osuuden 
tarkoituksena oli selvittää mahdollisuudet pankkiyhteyskanavan hyödyntämiseen ja sy-
ventää tietoa sen nykyisestä käytöstä ja käyttöönottotavasta. Nykyinen hinnoittelu ja sen 
tarpeenmukainen muuttaminen olivat myös yksi teema haastateltaville. Uhkia ja mahdol-
lisuuksia tutkittiin myös haastattelujen avulla.  
Pohdintaosiossa käydään läpi tutkimustuloksia ja niiden perusteella tehtyjä kehitysehdo-
tuksia koskien pankkiyhteyskanavaa kuin hinnoittelua ja uusia palvelumuotojakin. Pank-
kiyhteyskanavan käyttö rajapintoja avaavana välineenä olisi jo valmiiksi olemassa, joten 
myös kustannukset säilyisivät maltillisina. Sitä voitaisiin hyödyntää niin mikroyrityksien 
kuin henkilöasiakkaidenkin puolella. Mikroyritysten hinnoittelua tulisi todennäköisesti 
muuttaa enemmän henkilöasiakkaan mallin mukaiseksi, koska myös uudessa maksupal-
veludirektiivissä ne heijastetaan samaan asemaan. Uusien palvelumuotojen osalta Sääs-
töpankit voisivat kehittää esimerkiksi verkkopankissa jo olemassa olevaa vapaaehtoista 
palvelua, Finanssivahtia, niin, että siitä voisi tulla haastaja esimerkiksi Apple Paylle ja 
Osuuspankin Pivolle, jolloin myös Säästöpankit voisivat toimia tilitieto- ja maksutoimek-
siantopalveluntarjoajina tulevaisuudessa. Samalla pohditaan myös jatkotutkimusmahdol-
lisuuksia ja tutkimuksen tekemisen onnistumista kokonaisuutena.  
 
Asiasanat: pankkiyhteyskanava, maksupalveludirektiivi, PSD2, tilitiedot, maksupalve-
lun tarjoajat 
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This thesis was commissioned by Aito Säästöpankki Oy. The intention was to figure out 
how the banking access channel could be used as an information channel for the new 
acting parties, due to the changes brought by the new Payment Service Directive. At the 
same time, there was also an interest in studying pricing and its accordance with the di-
rective. Security measures as well as the standing services and their development were 
also considered.  
 
The theoretical part deals with the first and second Payment Service Directive and the 
impact of them on micro enterprises, as well as the function of the banking access chan-
nel. The intention of the theoretical part was to open up the directives and the way the 
banking access channel works as an information channel between the bank and the enter-
prises.  
 
The empirical part was implemented through interviews. The method used was an open 
interview since the interviewees had different kind of positions at work. The intention of 
the empirical part was to sort out the possibilities to employ the banking access channel 
and deepen the knowledge of the current use and introduction of the channel. The current 
pricing and its necessary altering was also one theme in the interviews. Threats and pos-
sibilities were also studied through the interviews.  
 
The results of the study are gone through in the discussion part. The development sug-
gestions for the banking access channel, pricing and new service modelling are based on 
the results of the study. The use of the banking access channel as a tool opening bounda-
ries would already exist so the costs would remain moderate. It could be used for micro 
enterprises as well as for individual customers. The pricing of micro enterprises should 
probably be changed to follow that of the individual customers’, because of their similar-
ity also noted in the second Payment Service Directive. As for the new service models, 
Säästöpankki could develop for example the already existing optional service, Finans-
sivahti, so that it could challenge Apple Pay or Pivo by Osuuspankki, and Säästöpankki 
could be a provider of account information and payment services in the future. Some ideas 
for further research and the success of the study in general are also pondered.  
Key words: banking access channel, Payment Service Directive, PSD2, account infor-
mation, payment service providers 
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LYHENTEET JA TERMIT 
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PKI-avain Public Key Infrastructure, pankin myöntämä varmenne säh-
köiseen asiointiin 
ISO 20022 kansainvälinen standardi, joka määrittelee, millaisena tieto 
kulkee yritysten välillä 
XML Extensible Markup Language, tiedostomuoto, joka on ISO 
20022 hyväksymä kansainvälinen tiedostomuoto 
GDPR General Data Protection Act, uusi tietosuoja-asetus, joka as-
tuu voimaan toukokuussa 2018  
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1 JOHDANTO 
 
 
Opinnäytetyön aihetta pohdittaessa pyritään hakemaan ajankohtaisia aiheita, joista voi-
daan myöhemmin tehdä lisätutkimusta sen pohjalta, mihin edellisessä tutkimuksessa on 
jääty. Tällä kertaa aiheeksi valikoitui Aito Säästöpankki Oy:n tilauksesta uuden maksu-
palveludirektiivin tuomat muutokset mikroyritysasiakkaille. Käsittelemme myös, miten 
pankin nykyisiä teknisiä ratkaisuja voitaisiin hyödyntää PSD2:n vaatimuksiin. 
 
 
1.1 Aito Säästöpankki Oy 
 
Aito Säästöpankki Oy on pirkanmaalainen pankki, joka on osa Säästöpankkiryhmää. Aito 
Säästöpankilla on 14 konttoria ympäri Pirkanmaata, joista uusin on avattu Lempäälään 
helmikuussa 2017. Pääkonttori sijaitsee Tampereella Kauppakadulla. Aito Säästöpankki 
pyrkii tarjoamaan sekä henkilö- että yritysasiakkaille kattavat ratkaisut arjen ongelmiin 
ja samalla kartuttaa asiakkaiden varallisuutta säästämisen ja sijoittamisen kattavalla tuo-
tevalikoimalla. Aito Säästöpankki Oy muodostui Ikaalisten ja Luopioisten Säästöpank-
kien fuusiossa vuonna 2010. Sen omistaa Ikaalisten ja Luopioisten Säästöpankkisäätiöt. 
Aito Säästöpankki Oy kuuluu Säästöpankkiryhmään 22 muun säästöpankin kanssa Suo-
messa.  
 
Aito Säästöpankki Oy on nopeasti kasvava paikallinen pankki, jonka asiakastyytyväisyys 
on huippuluokkaa. Säästöpankkiryhmän teettämän tutkimuksen (2017) mukaan 91 % 
Säästöpankkien asiakkaista on erittäin tyytyväisiä saamaansa palveluun pankissa. Sääs-
töpankkien arvot, asiakasläheisyys, luotettavuus ja tuloksellisuus näkyvät asiakastyyty-
väisyydessä. Yhteistyö niin asiakkaiden kuin henkilöstönkin kanssa on avointa ja yhteis-
työn kautta Säästöpankit haluavat myös pysyä kehityksen kärjessä uusiutumalla ja pitä-
mällä huolen siitä, että henkilökunta on osaavaa mahdollistamalla henkilöstön kouluttau-
tumisen työn ohessa. (Säästöpankkiryhmä, 2017.) 
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1.2 Opinnäytetyön tavoite ja tarkoitus 
 
Aito Säästöpankki on myös yrittäjän pankki. Arviolta noin 85 % Aito Säästöpankin yri-
tysasiakkaista on mikroyrityksiä (Hokkanen, 2017). Siksi myös tutkimuksessa keskity-
tään mikroyrityksien palveluihin ja uuden maksupalveludirektiivin tuomiin muutoksiin 
mikroyrityksille. Direktiivi tulee vaikuttamaan vain henkilöasiakkaisiin ja mikroyrityk-
siin (2015/2366). 
 
Työn tavoitteena on tutkia, kuinka nykyisin käytössä oleva pankkiyhteyskanava, Web 
Service, soveltuisi uuden maksupalveludirektiivin myötä mikroyrityksien tilitietojen ja-
kamiseen ja maksutoimeksiantojen käynnistämiseen. Työssä tutkitaan myös, miten uudet 
alalle tulevat toimijat voivat mahdollisesti hyödyntää Web Service -kanavaa ja millaisia 
haasteita kanavan käytössä voi olla. Tutkimukseen on haluttu ottaa mukaan toimeksian-
tajan puolelta myös hinnoittelun läpikäymistä sekä mahdollisia palvelujen muutoksien 
tarkastelua ja kehitysehdotuksia näihin asioihin liittyen.  
 
Teoriaosassa käydään läpi nykyistä ja uutta maksupalveludirektiiviä sekä uuden maksu-
palveludirektiivin tuomia muutoksia. Teoriaosuudessa kerrotaan myös, kuinka pankkiyh-
teyskanava toimii ja kuinka se mahdollistaa tietojen siirtämistä yrityksien ja pankin vä-
lillä.  
 
Tutkimusosuus kertoo siitä, mitä muutoksia uuden maksupalveludirektiivin voimaantulo 
mahdollistaa mikroyrityksille Säästöpankkiryhmän asiakkaina. Uudet toimijat mahdollis-
tavat uusien palvelujen tarjoamisen, johon myös Säästöpankkiryhmän pitää pystyä vas-
taamaan tulevaisuudessa.  
 
Tuotoksena ja työn tarkoituksena pyritään tarjoamaan Aito Säästöpankki Oy:lle ja Sääs-
töpankkiryhmälle kehitysehdotuksia pankkiyhteyskanavan kehittämiseen palveluntuotta-
jan kanssa. Hinnoittelun kartoittamisen yhteydessä pyritään miettimään palvelumaksu-
tuottojen vähenemisen kattamista muulla tavalla ja uusien palvelumuotojen kehittämistä 
Säästöpankkiryhmän mikroyritysasiakkaille.  
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2 TUTKIMUSMENETELMÄN VALINTA JA TUTKIMUSTAVAT 
 
 
2.1 Primäärinen tieto 
 
Primäärisen tiedon lähteinä on päädytty käyttämään vain alkuperäisiä lähteitä, joihin kuu-
luvat henkilötietolaki (523/1999) ja laki rahanpesun ja terrorismin estämisestä (444/2017) 
sekä ensimmäinen (2007/64/EY) ja toinen (2015/2366) maksupalveludirektiivi, Euroo-
pan parlamentin ja neuvoston asetus liittyen henkilötietoihin ((EU) 2016/679) ja Komis-
sion suositus muun muassa mikroyritysten määritelmästä (2003/361/EY) sekä ISO-stan-
dardista kertova verkkosivu (ISO, 2017) sekä hallituksen esitys eduskunnalle uudeksi 
maksupalvelulaiksi ja muihin siihen liittyviksi laeiksi (HE 132/2017). Poikkeuksena tä-
hän on pankkiyhteyskanavaa koskevat asiat, joista osa tiedoista on omaksuttu aiemmin 
työhön liittyen tai sitten ne ovat peräisin Aito Säästöpankin palveluntarjoajalta Samlink 
Oy:ltä. 
 
 
2.2 Sekundäärinen tieto 
 
Laadullisella tutkimusmenetelmällä haetaan sitä, että voidaan lisätä myös haastateltavien 
tietoisuutta tutkittavasta asiasta, jolloin tutkimuksella pitää olla siis emansipatorinen vai-
kutus (Vilkka, 2005, 103.) Kvalitatiivinen tutkimustapa osoittautui tutkimukseen sopi-
vammaksi tavaksi kuin kvantitatiivinen, koska tutkimustuloksiin ei haettu numeerisia 
vastauksia. (Eskola & Suoranta, 2000).  
 
Tiedon hankkimiseen on valittu metodiksi avoin haastattelu. Avoin haastattelu on Esko-
lan ja Suorannan (2000, 86) mukaan metodina eniten normaalia keskustelua muistuttava 
haastattelumetodi. Avoimessa haastattelussa ei Eskolan ja Suorannan (2000, 86) mukaan 
myöskään tarvitse kysyä kaikilta haastateltavilta samoja kysymyksiä. Koska tutkimuksen 
haastateltavien työnkuvat vaihtelivat suuresti, ei ollut haastateltavien kannalta myöskään 
miellyttävää kysyä kaikilta samoja kysymyksiä. Haastateltavien osalta on käytetty har-
kinnanvaraista otantaa perustuen haastateltavien työnkuvaan ja asemaan.  
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Koska tutkimuksesta ei ollut ennalta määriteltyä hypoteesia, lähdettiin tutkimaan avoimin 
mielin asiaa, kuten myös Eskola ja Suoranta (2000, 19) toteavat mahdolliseksi. Haastat-
teluita ei nauhoitettu haastateltavien pyynnöstä. Haastattelun aikana haastattelijan teke-
mät muistiinpanot toimivat myöhemmin analysoinnissa runkona.   
 
 
2.3 Haastatteluista saadun tiedon analysointi 
 
Avoimilla haastatteluilla saadut vastaukset ovat laajoja ja esitetyt kysymykset samaan 
aiheeseen liittyviä, vaikkakin voivat olla eri tavoin esitettyjä. Samalla myös tarkentavien 
kysymysten esittäminen ja kysymyksen asettelun avaaminen, mitä esitetyllä kysymyk-
sellä on haettu, on ollut mahdollista. Haastateltavien esittelyt löytyvät opinnäytetyön lo-
pusta liitteestä 2. ja avoimien haastattelujen teemakysymykset liitteestä 1.  
 
Analysoinnissa käytetyksi menetelmäksi valikoitui teemoittelu (Eskola & Suoranta, 
2000, 174, 178-180). Eskolan ja Suorannan (2000, 174) mukaan teemoittelulla haetaan 
ratkaisua käytännön ongelmaan sekä yhteneväisyyksiä ja eroavaisuuksia vastauksista. Sa-
malla myös monisäikeiseen tutkimusongelmaan vastaaminen tehtiin haastateltavien koh-
dalla mahdolliseksi laajemmalla kysymyksen asettelulla (Eskola & Suoranta, 2000, 178-
180).  
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3 MAKSUPALVELUDIREKTIIVIT I JA II, PSD JA PSD2 
 
 
3.1 Ensimmäisen maksupalveludirektiivin tarkoitukset 
 
Maksupalveludirektiivin tarkoituksena oli luoda yhtenäinen maksualue, joka nyt tunne-
taan nimellä SEPA-alue, eli Single Euro Payment Area. SEPA-alueen sisällä niin ihmiset, 
tavarat kuin pääomakin liikkuu vapaasti. Kuten englanninkielinen nimi kertoo, on ky-
seessä euroalueen yhteinen tapa luokitella maksut. SEPA-maksujen käyttöönotto helpotti 
huomattavasti maksamista maasta toiseen, kun jokaisella euromaalla on nyt samanlainen 
maksujärjestelmä käytössä. (2007/64/EY.)  
 
 
3.1.1 Hinnoittelu ja rajoitukset 
 
Kun maksujärjestelmä otettiin käyttöön, haluttiin maksupalveludirektiivillä 
(2007/64/EY) yhdenmukaistaa myös hinnoittelua erilaisille maksuvälineille. Tästä joh-
tuen lähestulkoon kaikki pankit ja maksupalvelujen tarjoajat joutuivat tarkistamaan hin-
tojaan erilaisten maksuvälineiden osalta. Nyt hinnoittelu perustuu siihen, kuinka paljon 
maksuvälineen käyttöönotto- ja ylläpitokulut maksavat sen tarjoajalle ja sen mukaan 
myös maksuvälineen käyttäjää veloitetaan.  
 
Hinnastojen kuuluu myös olla asiakkaiden nähtävillä sekä konttoreissa että laitosten ko-
tisivuilla, eikä yllättäviä kuluja saa tulla. Sopimuksia koskevat tiedot on annettava il-
maiseksi, mutta jos sopimuksista tarvitaan kopioita enemmän kuin yksi, voidaan niistä 
periä kohtuullinen korvaus. (2007/64/EY.) Tähän perustuu mm. se, että tiliin kuuluu aina 
yksi ilmainen tiliote, paperinen tai verkkotiliote. Tämä koskee kuitenkin vain henkilöasi-
akkaita, yritysasiakkaiden hinnoittelu tapahtuu eri tavalla. Yrityksien hinnoittelu on mo-
nimutkaisempaa ja palveluhinnoiltaan yksilöidympää. Yrityksille ei esimerkiksi kuulu 
yhtä ilmaista tiliotetta kuukaudessa vaan yritykset maksavat jokaisesta tiliotteesta, on se 
sitten päivittäinen tai kuukausittainen tiliote. Uuden maksupalveludirektiivin myötä on 
syytä miettiä mikroyrityksien tiliotehinnoittelua, pitäisikö sitä yhdenmukaistaa henkilö-
asiakkaiden kanssa. Sähköisellä allekirjoituksella mahdollistetaan sopimuksien näkymi-
nen asiakkaan verkkopankissa, jolloin asiakas pystyy pankin aukioloajoista riippumatta 
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tarkastelemaan omia sopimuksiaan. Tämä on mahdollista sekä yritys- että henkilöasiak-
kaille. 
 
Maksupalveludirektiiviä (2007/64/EY) haluttiin rajata alun perin niin, että se ei koske 
paperisia maksuvälineitä, kuten käteistä rahaa tai shekkejä. Direktiivissä rajattiin sen ul-
kopuolelle myös mm. televiestintä ja verkko-operaattorit sekä digitaalisessa muodossa 
olevat lehdet. Poikkeuksena kuitenkin se, jos esim. verkko-operaattori tarjoaisi ainoastaan 
välityspalvelun maksun siirtoon.  
 
Rajoituksia määritettiin myös tilanteessa, jolloin asiakas on kadottanut esim. pankkikort-
tinsa. Kun asiakas on huomannut korttinsa kadonneen, hänen täytyy välittömästi ilmoittaa 
katoamisesta, jonka jälkeen vastuu kortilla käytetyistä varoista siirtyy pankille. Tällöin 
pankilla on todistustaakka epäselvissä tilanteissa, jos katoaminen huomataan vasta kun 
aikaa on kadottamisesta kulunut jo jonkin verran. (2007/64/EY.) Jokainen ilmoitus kui-
tenkin käsitellään erikseen ja tapauskohtaisesti.  
 
 
3.1.2 Eri laitostyypit 
 
Direktiivi (2007/64/EY) määrittelee myös sen, mikä on maksulaitos, luottolaitos ja rahoi-
tuslaitos. Näistä kolmesta maksulaitos ei vaadi toimilupaa, mutta sen täytyy rekisteröityä 
Finanssivalvonnan ylläpitämään maksulaitosrekisteriin. Maksulaitos ei myöskään saa 
myöntää yli 12 kk:n pituisia luottoja. Maksulaitos ei myöskään saa vastaanottaa talletuk-
sia muuta tarkoitusta kuin siltä otettua lainanmaksua varten. FiVan (2017) mukaan rahoi-
tuslaitokset eivät ole luvanvaraisia vaan vaativat samanlaisen rekisteröitymisen kuin 
maksulaitoksetkin. Myöskään rahoituslaitos ei voi vastaanottaa talletuksia eikä harjoittaa 
muunlaista varainhankintaa. Yleisimmin rahoituslaitokset tarjoavat sekä luottoja että lea-
sing-rahoitusta. 
 
Pankit ovat luottolaitoksia, joihin asiakas voi tehdä talletuksia sieltä ottamansa luoton 
lisäksi. Pankit voivat myös lainata talletettuja varoja eteenpäin. Eteenpäin lainatut talle-
tusvarat on kuitenkin suojattu talletussuojarahaston kautta, jolloin tallettajalle ei synny 
tappiota. Pankit voivat laskea liikkeelle sähköistä rahaa, jota maksu- tai rahoituslaitokset 
eivät pysty tekemään. Sähköisellä rahalla tarkoitetaan digitaalista vaihtoehtoa käteiselle 
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rahalle. Se mahdollistaa varojen tallentamisen joko esimerkiksi puhelimeen tai kortille tai 
internetin välityksellä sekä maksutapahtumien toteuttamisen. Luottolaitostoiminta on lu-
vanvaraista ja sen myöntää Finanssivalvonta (FiVa, 2017). Kaikki kolme edellä mainittua 
laitostyyppiä pystyvät vuoden 2018 alusta toimimaan tilitietojen välittäjinä ja maksutoi-
meksiantojen käynnistäjinä (2015/2366).  
 
 
3.1.3 Rahanpesun ja terrorismin rahoittamisen estäminen 
 
Direktiivi (2007/64/EY) määrittää lähtökohdat laitoksille riippuen niiden toiminnan laa-
juudesta, millä tavalla niiden on pyrittävä estämään sekä rahanpesua että terrorismin ra-
hoitusta. Laki rahanpesun ja terrorismin rahoittamisen estämiseksi (444/2017) velvoittaa 
niin pankkeja kuin maksu- ja rahoituslaitoksiakin ilmoittamaan epäilyttävästä toimin-
nasta. Ilmoitus tehdään yhtiön rahanpesuyhteyshenkilölle, joka tutkii ja ilmoittaa asiasta 
eteenpäin keskusrikospoliisille.  
 
Henkilötietolain (523/1999) 24 § taas velvoittaa pankkeja tunnistamaan asiakkaansa, 
josta johtuen pankkien täytyy kerätä tietoja asiakkaistaan ja heidän maksukäyttäytymi-
sestään. Näihin tietoihin kuuluu mm. kopion ottaminen voimassa olevasta henkilöllisyys-
todistuksesta. Oikein kerätyillä tiedoilla pystytään tarvittaessa seuraamaan epäilyttävää 
toimintaa, jos se suuresti poikkeaa asiakkaan antamista tiedoista. Tietoja kerätään sekä 
henkilöasiakkailta että yrityksiltä. Tietojen keräyksen tarkoituksena on yrityksien koh-
dalla tunnistaa ja identifioida henkilöt yrityksien taustalla. Jos toinen yritys omistaa toi-
sesta yhtiöstä enemmän kuin 25 %, täytyy omistavan yrityksen todelliset edunsaajat saada 
selville. Se voi tapahtua esimerkiksi kaupparekisteriotteella tai muulla vastaavalla doku-
mentilla. Finanssivalvonta tekee pistokokeita pankkeihin ja tarkistaa tietojen keräyksen 
laajuutta (Palander-Niemi, 2017).   
 
 
3.2 Toinen maksupalveludirektiivi; päivityksen tarve ja muutokset 
 
Kun ensimmäinen maksupalveludirektiivi määriteltiin vuonna 2007, pankki- ja rahoitus-
ala oli hyvin erilaisessa tilanteessa kuin nyt. Silloin mietittiin, kuinka voitaisiin mahdol-
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listaa myös vapaa pääoman kulkeminen samalla alueella, jolla myös ihmiset voivat kul-
kea vapaasti. Vuonna 2015 määritelty uusi maksupalveludirektiivi (2015/2366), PSD2, 
vastaa nyt paremmin tämän hetkiseen tilanteeseen. Melkein kymmenessä vuodessa on 
tultu paljon eteenpäin uusien teknisten innovaatioiden avulla muun muassa mobiili- ja 
sähköisissä maksuissa sekä uudentyyppisissä maksupalveluissa. Samalla on haluttu avata 
entisestään pankki- ja rahoitusalan kilpailua ja tehdä toiminnasta läpinäkyvämpää ja asi-
akkaille helpompaa. On haluttu myös tarkentaa joitakin ensimmäisen maksupalveludirek-
tiivin kohtia, joissa on jäänyt turhan paljon tulkinnan varaa. PSD2 kumoaa PSD:n, mutta 
sisältää kuitenkin paljon samaa kuin edeltäjänsä.   
 
PSD:llä haluttiin yhdistää käytäntöjä euroalueella. Siinä on onnistuttu melko hyvin, mutta 
esimerkiksi verkko- ja mobiilimaksut sekä korttimaksut ovat vielä hyvin erilaisten käy-
täntöjen värittämiä Euroopan talousalueella eli ETA-alueella. PSD:n voimaantulon jäl-
keen on tullut markkinoille uudentyyppisiä maksupalveluja, joita ei ole sen takia sisälly-
tetty sen soveltamisalaan. (2015/2366.) 
 
Uusi maksupalveludirektiivi (2015/2366) velvoittaa jokaisen maksu- ja tilitietojen palve-
luntarjoajan ilmoittautumaan asianomaiselle viranomaiselle, joka tekee päätöksen siitä, 
kuuluuko tarjottu palvelu PSD2:n soveltamisalaan. Aiemmin riitti, että palveluntarjoaja 
itse määritteli, kuuluiko hänen tarjoamansa palvelu soveltamisalaan ja tällöin palvelun-
tarjoajalla oli mahdollisuus myös räätälöidä palveluaan niin, ettei se kuulunut soveltamis-
alaan (2007/EY/64).  
 
Muutoksia tulee myös siihen, jos maksupalveluntarjoaja tarjoaa myös rajallisessa ver-
kossa tapahtuvia palveluita, esimerkkinä S-Pankki, jonka kortilla saa S-Bonusta S-ryh-
män kaupoista, on viranomaisen päätettävissä, ylittyykö palvelulle määritelty kynnysarvo 
ja jätetäänkö se soveltamisalan ulkopuolelle. (2015/2366; HE 132/2017.) 
 
Uudessa maksupalveludirektiivissä (2015/2366) on määritelty tarkkaan, millaiset maksu-
palveluntarjoajat voivat tarjota palveluja joka puolella ETA-alueella. Tällaisia palvelun-
tarjoajia ovat ainoastaan luottolaitokset eli pankit, joilla pitää olla toimilupa. 
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Tilitietojen tarjoajat mahdollistavat reaaliaikaisen saldokyselyn yhdestä tai useammasta 
myös eri pankeissa sijaitsevista maksutileistä. Tämä uusi palvelumuoto on nyt lisätty kuu-
lumaan direktiivin (2015/2366) soveltamisalaan. Sekä Hokkasen (2017) että Kauppilan 
(2017) mukaan uudenlaiset palveluntarjoajat lisäävät kilpailua ja mahdollistavat toimi-
alarajat ylittävän yhteistyön eri palveluntarjoajien välillä. Myös Palander-Niemi (2017) 
olettaa, että yhteistyö pankkien ja palveluntarjoajien välillä tiivistyy.  
 
Maksutoimeksiantopalveluiden tarkoitus on ilmoittaa maksunsaajalle, että maksutapah-
tuma on käynnistetty, jolloin ostettava tavara tai palvelu voidaan käynnistää tai lähettää 
ilman suurempaa viivytystä. Maksutoimeksiantopalvelut mahdollistavat verkko-ostosten 
teon ilman maksukortteja. Myös tämä lisätään kuulumaan soveltamisalaan, koska tällä 
hetkellä kaikki palveluntarjoajat eivät välttämättä ole viranomaisten tiedossa eivätkä näin 
ollen myöskään viranomaisen valvonnassa. (2015/2366; HE 132/2017.) 
 
Direktiivin (2015/2366) mukaan ulkopuoliselle maksupalveluntarjoajalle pitää mahdol-
listaa tunnistautuminen pankin tarjoamalla tunnistusmenetelmällä ja sen jälkeen mahdol-
listaa maksun käynnistäminen maksajan puolesta. Maksupalveluntarjoaja ei tällöin mis-
sään vaiheessa pidä hallussa toimeksiantajan varoja. Jos tarkoitus on kuitenkin pitää va-
roja hallussa, vaatii se toimiluvan. (2015/2366; HE 132/2017.) Tässä kohtaa pitää muis-
taa, että myös pankki voi olla asiakkaan maksun käynnistäjä hänen puolestaan jonkin 
muun maksupalveluntarjoajan alustalla. Direktiivin (2015/2366) mukaan pankin on mah-
dollistettava tunnistautuminen niin, että pankki ei voi erehtyä siitä, kuka tiliä on käyttä-
mässä. Tunnistautuminen pitää hoitaa siis niin, että erotetaan, onko kyseessä tilinomistaja 
vai joku muu. Tunnistautuminen pitää suorittaa yleisien avoimien viestintästandardien 
mukaisesti noudattaen tietosuoja- ja turvallisuusvaatimuksia. Myös teknisten standardien 
pitää olla kansainvälisiä ja yhteensopivia muiden palveluntarjoajien kanssa, jotta toiminta 
olisi mahdollista. (2015/2366.). 
 
Direktiivissä (2015/2366) määritellään myös tarkasti se, että maksujen tehostamiseksi py-
ritään jatkossa siihen, että euromääräisten tai muun jäsenvaltion valuutan määräisten tili-
siirtojen ja rahansiirtojen toteuttamisajaksi määritellään yksi työpäivä. Tällä hetkellä aika 
on kaksi työpäivää. Jos kuitenkin maksumääräys annetaan paperisena, voidaan toteutta-
misaikaa pidentää yhdellä päivällä (2015/2366). 
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4 WEB SERVICE -KANAVAN HYÖDYNTÄMINEN TIETOJEN LÄHTEENÄ 
 
Tässä osiossa käydään läpi pankkiyhteyskanavan nykyistä käyttöä ja kuvataan kuinka se 
toimii. Samalla käydään läpi siihen oleellisesti liittyviä asioita, kuten ISO-standardiin liit-
tyvät asiat. Tässä kappaleessa pohditaan myös Web Servicen käyttämistä PSD2:n alaisten 
tietojen ja toimeksiantojen välittämiseen. 
 
 
4.1 Web Service -kanava  
 
Web Service -kanava on yleiseltä nimeltään aineistosiirtokanava. Sen kautta voidaan siir-
tää tietoa asiakkaan niin halutessa muun muassa kirjanpitotoimistoille. Web Service -ka-
navaan voidaan liittää niin yritysten kuin henkilöasiakkaidenkin tilejä. Kanavan kautta 
voidaan pyytää niin tilitietoja kuin käynnistää maksuja asiakkaan tililtä. Tämä onnistuu 
valtuutusjärjestelmän kautta, johon tunnistaudutaan PKI-avaimilla, jotka asiakas saa pan-
kista. PKI-avaimet ovat yrityskohtaiset, jolloin varsinainen valtuuttaja ei selviä, mutta 
PKI-avaimet annetaan vain yrityksen pankkiasioita hoitaville. (Hokkanen, 2017; Kaup-
pila, 2017.) PKI-avaimien käyttöönotosta ja toiminnasta on kerrottu enemmän kohdissa 
4.1.3 ja 5. WS-kanava toimii niin, että asiakas on aina aktiivinen osapuoli. Pankki ei lä-
hetä tietoa WS-kanavan kautta, jollei asiakas sitä pyydä. Jos asiakkaan tili on liitetty tili-
toimiston WS-kanavaan, voi tilitoimisto asiakkaan antamalla valtuutuksella pyytää tietoja 
tai lähettää tietoja pankille käsiteltäväksi. (Samlink, 2016.) Tietoja käsitellään tällä het-
kellä useita kertoja pankkipäivän aikana (Hokkanen, 2017). Kuvassa 1. on kuvattuna Web 
Service -kanavan toimintaperiaate. 
 
             Tiedonsiirtopyyntö 
 
Pankki                     Asiakas                        Tilitoimisto 
                    Sopimus  Valtuutus 
                          Tiedon toimittaminen pyynnöstä   
Kuva 1. WS-kanavan tiedonkulun suunta 
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WS-kanavassa on jo nyt mahdollista käsitellä XML-aineistoja kansallisten aineistojen 
rinnalla, jolloin pohja direktiivin (2015/2366) vaatimalle tiedostomuodolle on jo ole-
massa. XML-tiedostomuotoa on käsitelty enemmän kohdassa 4.1.1. Syy, miksi yrityksille 
markkinoidaan WS-kanavaa, on se, että ulkoistamalla laskutuksen ja maksamisen tilitoi-
mistolle, vapautuu yritykselle ja yrittäjälle enemmän aikaa yrityksen ydintyöhön, rahan 
ja asiakkaiden hankkimiseen (Räsänen, 2017). Pankin kannalta WS-kanava on turvallinen 
vaihtoehto tietojen välitykselle. Se on moderni ja kansainvälinen yhteystapa. (Kauppila, 
2017; Räsänen, 2017.) Samalla Räsänen (2017) toivoo, että WS-kanavaa myös kehitet-
täisiin niin, että se pysyisi edelleen ajan tasalla ja muuttuisi tilanteiden vaatiessa siihen 
suuntaan, mihin ollaan menossa.  
 
Yrityksillä on mahdollisuus tällä hetkellä valita verkko-/mobiilipankin ja pankkiyhteys-
ohjelman välillä (Kauppila, 2017). Jos yrittäjä haluaa tehdä kaiken itse, on verkkopankki 
silloin oikea ratkaisu. Jos taas yrittäjä kokee, että aikaa menee liikaa taloushallintoon, on 
jo pankin velvollisuutenakin tarjota yritykselle WS-kanavaa, jolla hän voi ulkoistaa ta-
loushallinnon kirjanpitotoimistolle. (Räsänen, 2017.) Suurin osa WS-kanavan sopimuk-
sista on yritysasiakkaan valtuutuksia liittää yrityksen määrittelemät palvelut kirjanpito-
toimiston WS-kanavaan. Myös PSD2:n voimaan astumisen jälkeen asiakkaan on mah-
dollista tehdä sopimus jonkin kolmannen osapuolen WS -kanavan käytöstä. Kolmannet 
osapuolet voivat olla PSD2 direktiivissä määriteltyjä palveluntarjoajia. (Hokkanen, 
2017.) 
 
Tällä hetkellä WS-kanavasopimus on maksullinen, joka tarjoaa pankille sitä kautta pal-
velumaksutuottoja. PSD2:n myötä on mahdollista, että kun pankin rajapintoja avataan 
kolmansille osapuolille, palkkioita ei peritä. (Hokkanen, 2017; Kauppila, 2017; Räsänen, 
2017). Räsäsen (2017) mielestä on erittäin todennäköistä, että mikroyritykset tulevat hyö-
dyntämään kolmannen osapuolen tarjoamia palveluita, kun taas Hokkasen (2017) ja 
Kauppilan (2017) mukaan todennäköisesti niitä tullaan käyttämään jonkin verran, mutta 
pankki herättää maksupalveluntarjoajana luottamusta huomattavasti enemmän kuin jokin 
uusi toimija. Tällä hetkellä Hokkasen (2017) mukaan vain n. 15 prosenttia Säästöpank-
kien mikroyritysasiakkaista käyttää WS-kanavaa.   
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Räsäsen (2017) mukaan se palveluntarjoaja, joka pystyy tarjoamaan ensimmäisenä sekä 
yrityksen että yrittäjän pankkiasiat samalla alustalla monesta pankista on erittäin vah-
voilla. Pankit ovat liian siiloutuneita siihen, että pitävät aina henkilö- ja yritysasiakkaiden 
palvelut erillään toisistaan (Räsänen, 2017). Yrittäjän kannalta helpointa olisi, kun kaikki 
asiat, niin yrityksen kuin omatkin asiat hoituisivat yhdellä ja samalla alustalla. Räsäsen 
(2017) mielestä on erittäin todennäköistä, että tällaisen palvelun tarjoaja ei ole pankki 
vaan joku uusista alalle tulijoista.  
 
 
4.1.1 ISO 20022 ja XML 
 
ISO 20022 on kansainvälinen standardi, joka määrittelee sisältömuodon, jolla siirretään 
tietoja pankkien ja yritysten välillä. Sen mahdollistamalla tavalla muun muassa rahansiir-
rot tai tiliotteet siirtyvät samanlaisina ympäri maapalloa välttäen näin väärinymmärryk-
siä. Se on myös avoin standardi, jolloin siihen voidaan lisätä tietoja, jotka sitten otetaan 
käyttöön maailmanlaajuisesti. (ISO, 2017.) Ero kansainvälisen ja kansallisen standardin 
välillä on se, että kansallisen standardin mukaisessa tuotteessa esiintyvät vain siinä 
maassa tarvittavat ja hyväksytyt tiedot, jolloin se ei välttämättä riitäkään toisessa maassa 
viralliseksi dokumentiksi esimerkiksi verotuksessa. Kansainvälisessä mallissa taas esiin-
tyvät sellaiset tiedot, jotka on hyväksytty kaikkialla maailmassa samanmallisena.  
 
XML on tekstimuotoinen tiedostotyyppi, joka on ISO 20022 hyväksytty. Jos asiakas ha-
lua tiliotteensa esim. XML-mallisena, kelpaa se silloin missä tahansa maassa, jossa ISO 
20022 -standardi on hyväksytty (ISO, 2017). Tällä hetkellä useiden ohjelmistotalojen ta-
loushallinto-ohjelmat eivät tue täysin XML-mallista tietoa ja vastaanottavat kansallista 
tietomuotoa (Hokkanen, 2017). Hokkasen (2017) mukaan PSD2 tuleekin aiheuttamaan 
paineita myös ohjelmistotalojen tuotekehitykselle. Tällä hetkellä ISO 20022 ja XML-tie-
dostomuoto on mahdollinen lähes kaikissa maailman maissa (ISO, 2017). PSD2:n tarkoi-
tuksena on nimenomaan tukea kansainvälistymistä myös yhteisesti hyväksytyillä muo-
doilla, kuten selviää myös direktiivistä (2015/2366). Siinä määritellään tarkkaan, että 
avattavan rajapinnan kautta siirtyvän tiedon pitää olla ISO 20022 -standardin mukaisessa 
XML-muodossa, jotta se voidaan tarjota ilmaiseksi.  
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4.1.2 Uudet palveluntarjoajat 
 
Kolmansilla osapuolilla tarkoitetaan tässä kohtaa uusia palveluntarjoajia. He voivat tar-
jota joko tilitietopalveluja, jolloin niistä voidaan käyttää lyhennettä AIS (Account Infor-
mation Service Providers) tai maksupalveluja, jolloin voidaan käyttää lyhennettä PIS 
(Payment Initiation Service Providers) tai molempia, jolloin lyhenne on PIS. (FiVa, 
2017.) Jos tarjotaan vain tilitietopalveluja, kolmannelle osapuolelle riittää rekisteröitymi-
nen viranomaiselle. Jos taas tarjotaan myös maksupalveluja, vaatii se toimiluvan. 
(2015/2366.) Toimiluvan myöntää Suomessa Finanssivalvonta (FiVa, 2017). 
 
Tilitietopalveluja tarjoavat yritykset voivat tarjota omalla alustallaan eri pankeissa ole-
vien tilien saldot ja tilinumerot. Tähän tarkoitukseen he voivat käyttää mm. WS-kanavaa, 
kun ovat tehneet pankkien kanssa siitä sopimuksen. Tällöin asiakas valtuuttaa kolmannen 
osapuolen saamaan tietoja omista tileistään ja niiden saldoista ja välittämään ne asiak-
kaalle. Ongelmaksi tässä kuitenkin muodostuu PKI-avainten käyttö ja valtuuttaminen. 
Mikroyrityksien kohdalla tunnukset ovat yrityskohtaiset, jolloin ei voida selvästi tunnis-
taa, kuka valtuutuksen on antanut. Nyt, jotta direktiivin (2015/2366) määrittelemä tunnis-
tus olisi riittävä, olisi palattava Hokkasen (20017) kertomaan Nordean aiempaan käytän-
töön ja myönnettävä henkilökohtaiset PKI-avaimet tilinkäyttöoikeutetuille.  
 
Maksupalveluja tarjoavat yritykset voivat samalla tarjota myös tilitietopalveluja, koska 
maksupalveluja tarjoavat joutuvat joka tapauksessa hakemaan toimilupaa alueelle, jolla 
haluavat toimia. On kuitenkin todennäköistä Räsäsen (2017) mukaan, että palveluntarjo-
ajien todellinen liiketoiminta ei perustu pelkästään näille palveluille, vaan ne voivat tar-
jota esimerkiksi lyhytaikaista lainaa kassavajeen kattamiseen, jos tilien saldot ovat alhai-
set. Ongelmaksi voi koitua myös Kauppilan (2017) ja Hokkasen (2017) mukaan se, että 
mihin tietoja käytetään, koska kyseessä ei kuitenkaan ole pankki, jota sitoo vaitiolovel-
vollisuus asiakkaistaan. Uhkana voi olla, että tietoja käytetään muiden tuotteiden mark-
kinointiin, kuten alhaisen tilien saldon perusteella tarjottuun lainaan tai esimerkiksi kol-
mannen osapuolen tarjoamiin sijoituskohteisiin, jos vaikuttaa siltä, että tileillä on enem-
mänkin katetta. Tai mahdollisesti palvelujen tarjoajat saattavat jakaa keskenään näitä tie-
toja eteenpäin, vedoten siihen, että asiakas on lukenut ja hyväksynyt sopimuksen ehdot 
allekirjoittaessaan. Asiakkaiden täytyy olla todella tarkkana uusien palveluntarjoajien 
kanssa, mihin he lupautuvat antaessaan valtuutuksen kysellä tietojaan. Tämä taas osaltaan 
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lisää esimerkiksi Compliance Officerin töitä, koska sopimuksia ja niiden kohtia täytyy 
käydä läpi tarkemmin, jotta pankin asiakas ei lupaudu mihinkään sellaiseen, mistä ei nor-
maalin sopimuksen allekirjoituksen yhteydessä olisi tietoinen (Palander-Niemi, 2017).  
 
 
4.1.3 Vahva tunnistautuminen ja valtuutus 
 
Vahva sähköinen tunnistautuminen ja sähköinen allekirjoitus mahdollistetaan nimen-
omaan yrityksien kohdalla PKI-avaimilla WS-kanavassa. Henkilöasiakkaiden puolella 
tunnistautuminen onnistuu verkkopankkitunnuksilla tai mobiilivarmenteella. Tällä het-
kellä PKI-avaimet ovat yrityskohtaisia, joten siihen tarvitaan ensimmäisenä muutos, jotta 
PSD2:n määrittelemät rajat tunnistautumisesta täyttyvät. Tunnistauduttaessa pitää pystyä 
tunnistamaan henkilö, joka on antamassa valtuutusta tai kysymässä tietoja. Tammikuun 
2018 jälkeen pelkkä yrityksen tunnistautuminen mikroyrityksille ei enää riitä. 
(2015/2366.) Tällä asetuksella pyritään takaamaan turvallisuus ja jäljittämään mahdolli-
simman pitkälle mahdolliset väärinkäytökset. Direktiivin (2015/2366) ja hallituksen esi-
tyksen (HE 132/2017) mukaan pankilla on kuitenkin velvollisuus ensisijaisesti palauttaa 
asiakkaalle tililtä kadonneet varat ja tämän jälkeen periä varoja takaisin kolmannelta osa-
puolelta. Henkilökohtaisilla PKI-avaimilla pystyttäisiin todentamaan valtuutuksen antaja, 
jolloin pankin on myös helpompi lähteä selvittämään asiaa (Palander-Niemi, 2017).  
 
 
4.2 Tilitietojen välittäminen Web Service -kanavan kautta 
 
Tilitietojen välittämiseen tarvitaan WS-sopimus, joka nyt tilitietoja välitettäessä tehtäisiin 
kolmannen osapuolen ja pankin välillä. Koska PSD2:n (2015/2366) mukaan rajapinta pi-
tää avata maksutta, ei kolmannelta osapuolelta perittäisi kuukausittaista maksua sopimuk-
sesta toisin kuin asiakkaalta, jos hänellä on sopimus pankin kanssa. Ajateltaessa asiaa 
mikroyrityksen kannalta, täytyy mikroyrityksen edustajan olla tunnistautunut kolman-
nelle osapuolelle ja antaa valtuutus tietojensa noutamiseen. Kolmas osapuoli lähettää pan-
kille tai pankeille tiedonsiirtopyynnön koskien mikroyrityksen tilitietoja ja saa vastauk-
sena tilien saldot ja tilinumerot. WS-kanava mahdollistaa lähes reaaliaikaisen tiedonsaan-
nin. Tilitiedot pitää kuitenkin pyytää ja lähettää XML-muodossa, jotta ne täyttäisivät di-
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rektiivin (2015/2366) vaatimukset oikeanlaisista tiedoista. Jotta mikroyrityksiä kohdel-
taisiin samalla tavalla kuin henkilöasiakkaita, olisi heidän mahdollista pyytää tietoja x 
kertaa kuukaudessa ilmaiseksi, jonka jälkeen siitä alkaisi mennä jokin summa/kerta. Tällä 
hetkellä henkilöasiakas voi tarkistaa tilinsaldonsa verkkopankissa ilmaiseksi, mutta 
muuta palveluntarjoajaa käyttäessään, esimerkiksi Otto-automaattia, noston yhteydessä 
saldokysely on ilmainen, mutta neljännen noston jälkeen kuukaudessa menee maksu jo-
kaisesta nostosta Otto-automaatilta. Pelkkä tilisaldon kysely on joka kerta maksullinen 
Otto-automaatilla. (Aito Säästöpankki, 2016.) 
 
 
4.2.1 Jaettavat ja salassa pidettävät tiedot 
 
Palander-Niemen (2017) mielestä parasta olisi, jos tietoja jaettaisiin vain direktiivissä 
määritelty eikä yhtään enempää. Pankkisalaisuus velvoittaa pankkeja olemaan kertomatta 
asiakkaistaan ulkopuolisille. Myös Hokkanen (2017) on sitä mieltä, että ei ole järkeä läh-
teä avaamaan kaikkia rajapintoja ulkopuoliselle toimijalle vaan pitäydytään direktiivin 
määrittelemissä asioissa.  
 
Asiakas voi kuitenkin itse määritellä valtuutuksen kautta, mitä tietoja annetaan eteenpäin, 
mutta lähtökohtaisesti ainakin pitäydytään minimissä. Jos asiakas haluaa antaa enemmän 
kuin direktiivin määrittelemiä tietoja, saattaa se lisätä riskienvalvontaa ja puitesopimus-
ten sopimustekstien tarkkaa tulkintaa pankin osalta. (Palander-Niemi, 2017.) 
 
 
4.2.2 GDPR – uusi tietosuoja-asetus (voimaan 5/2018) 
 
Pankkeja velvoittaa tiedonsaantivelvollisuus asiakkailtaan. Pankkien täytyy kerätä asiak-
kaistaan tietoja, jotka liittyvät heidän pankkiasiointiinsa, jotta tarvittaessa voidaan puut-
tua epäilyttävään toimintaan. Yleensä yksityishenkilöillä on mahdollisuus kieltäytyä tie-
tojen antamisesta, mutta lain velvoittamana tarkoitettuun tietojen keräämiseen asiakkaan 
on mahdotonta kieltäytyä (523/1999). Uusi tietosuoja-asetus ((EU) 2016/679) mahdollis-
taa tietojen keräämisen myös muulta taholta, jos asiakas tietojenantamisesta kieltäytyy, 
mutta asiakkaalle on ilmoitettava, mistä tiedot on kerätty. Jos kaikkia olennaisia tietoja ei 
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saada kerättyä ilman asiakasta, voi pankki äärimmäisessä tilanteessa myös irtisanoa sopi-
muksia asiakkaan kanssa, jos hän edelleen kieltäytyy antamasta tietoja.  
 
GDPR:n ((EU) 2016/679) mukaan velvollisuus kerätä tietoja ei kuitenkaan kohdistu sel-
laisiin palveluntarjoajiin, jotka eivät ole maksun saajana tai lähettäjänä. Jos he toimivat 
vain välittäjinä maksussa, eivätkä tallenna tietoja muuta kuin tarvittavaksi ajaksi suorittaa 
maksutoimi, heidän ei tarvitse kerätä tietoja asiakkaistaan. Sen voidaan tulkita tarkoitta-
van myös sitä, että tietoja ei myöskään saa tallentaa kertomatta siitä asiakkaalle ja saa-
matta asiakkaan suostumusta tietojen keräämiseen. Kuten pankit, myös muut instituutiot, 
jotka keräävät henkilötietoja, saavat kerätä vain sellaista tietoa, joka olennaisesti liittyy 
asiakkaan ja palveluntarjoajan sopimuksiin ja keskinäisiin palveluihin. Jos tietoja käyte-
tään johonkin muuhun tarkoitukseen myöhemmin, pitää siitä kertoa asiakkaalle tai tieto-
jen kerääjän on mietittävä olennainen yhteys olemassa oleville tiedoille uuteen käyttötar-
koitukseen. ((EU) 2016/679.) Aito Säästöpankki Oy kertoo tietojen keräyksen yhtey-
dessä, että kerättyjä tietoja voidaan käyttää pankin omaan markkinointiin, mutta niitä ei 
luovuteta muille ulkopuolisille tahoille markkinointitarkoituksissa. Myös ulkopuoliset 
tietojen saajat on erikseen kerrottava asiakkaalle tietojen keräyksen yhteydessä, jos sel-
laisia on. Aito Säästöpankki Oy luovuttaa tietoja eteenpäin veroviranomaisille ja Suomen 
Asiakastieto Oy:lle. Suomen Asiakastieto Oy ylläpitää luottotietorekisteriä. (Palander-
Niemi, 2017.)  
 
 
4.2.3 Yrityksien tietojen kerääminen 
 
Palander-Niemen (2017) mukaan yrityksien tietojen keräämisellä pyritään tunnistamaan 
yrityksen tosiasialliset edunsaajat, toisin sanoen henkilöt yrityksien omistajina ja selvit-
tämään yrityksen toimintaa. Maksuliikennetietoja kysytään sen takia, että voidaan puut-
tua tarvittaessa normaalista poikkeavaan toimintaan kysymällä yrityksen edustajalta, että 
toiminta on heidän puolestaan kunnossa. Tällä toiminnalla pyritään estämään väärinkäy-
töksiä ja samalla estämään rahanpesua ja terrorismin rahoittamista. (Palander-Niemi, 
2017.) Samoin kuin henkilöasiakkaillakin, ei yrityksiltäkään kysellä muita kuin olennai-
sesti pankkiasiointiin liittyviä tietoja.  
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5 MUUTOSTEN VAIKUTUKSET MIKROYRITYSTEN TILITIETOJEN JA-
KAMISEEN JA MAKSUTOIMEKSIANTOJEN KÄYNNISTÄMISEEN 
 
Uuden maksupalveludirektiivin tuomat muutokset mahdollistavat kolmannen osapuolen 
pääsyn asiakkaan suostumuksella luottolaitoksessa oleville tileille. Kolmannella osapuo-
lella on mahdollisuus kysyä tilin saldoa sekä käynnistää maksutoimeksiantoja tililtä. 
(2015/2366.) 
 
Tilitietopalveluja tarjoavat yritykset voivat asiakkaan suostumuksella tarjota asiakkaalle 
tilien saldot kaikista asiakkaan tileistä riippumatta siitä, missä luottolaitoksessa tili sijait-
see. Kauppila (2017) teki huomion myös siihen, että jotkut palveluntarjoajat voivat näyt-
tää yhdessä paikassa sekä yrityksen että yrittäjän tilit, jolloin tarvitaan entistä vähemmän 
pankille yksilöityjä palveluita, kuten verkkopankkeja.  
 
Toinen merkittävä asia oli se, että niin Hokkanen (2017), Kauppila (2017) kuin Palander-
Niemikin (2017) olivat huolissaan tietosuojasta ja siitä, kuinka aiemmin finanssialan ul-
kopuolella olleet yritykset käsittelevät arkaluonteisia tietoja. Tästä syystä tutkimukseen 
on otettu mukaan myös GDPR eli EU:n uusi tietosuoja-asetus ((EU) 2016/679), joka as-
tuu voimaan toukokuussa 2018. 
 
Maksutoimeksiantoja voidaan käynnistää asiakkaan luvalla kolmannen osapuolen toi-
mesta, kun se on tunnistautunut luottolaitoksen mahdollistamalla tavalla (2015/2366). 
Yhä enemmän ollaan siirtymässä vahvaan sähköiseen tunnistamiseen. Pankkiyhteyska-
navan kautta tunnistautuminen onnistuu yrityskohtaisilla tunnuksilla, niin sanotuilla PKI-
avaimilla, joilla yrityksen edustaja tunnistautuu palveluun. PKI-avaimilla voi tunnistau-
tua joko kirjanpito-ohjelman kautta tai sitten pankin tunnistuspalvelun kautta, kun käyttää 
pankkiyhteyskanavaa tietojen vaihtoon pankin kanssa. PKI-avaimien käyttö perustuu sii-
hen, että ne muodostavat avainparin, joista toinen on ns. julkinen ja toinen yksilöllinen. 
PKI-avaimet saa pankilta, kun avaa pankissa sellaisen palvelun, johon niitä tarvitaan. 
PKI-avain toimii varmenteena, jolloin voidaan vahvasti tunnistaa kyseinen yritys. (Sam-
link, 2016.) 
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PKI-avaimien käytössä on kuitenkin se ongelma, että ne ovat yrityskohtaisia. Hokkasen 
(2017) mukaan Nordea oli aiemmin myöntänyt PKI-avaimet niin, että ne olivat käyttäjä-
kohtaisia, mutta muiden pankkien toimiessa toisin, myös Nordea luopui siitä ja muodos-
taa nyt yrityskohtaisia avaimia. Jotta PKI-avain toimisi PSD2:n vaatimana vahvana tun-
nistautumisen välineenä, täytyisi niiden olla henkilökohtaisia. Kauppilan (2017) mukaan 
PKI-avaimet on mahdollista edelleen muuttaa käyttäjäkohtaisiksi, jolloin yrityksen vas-
tuuhenkilöt määrittelevät ne henkilöt, joille avaimet annettaisiin.  
 
Ongelma tulee esiin nimenomaan siinä, kun pankin asiakas tunnistautuu kolmannen osa-
puolen tarjoamaan palveluun. Jos kaikki mikroyrityksen vastuuhenkilöt eivät ole tietoisia, 
että yritykselle on avattu palvelu ja pankin pitää mahdollisesti selvittää kuka palvelun on 
avannut yrityksen nimissä, tarvittaisiin henkilökohtaiset tunnukset, jotta voitaisiin kiis-
tatta osoittaa palvelun avannut vastuuhenkilö. Palander-Niemi (2017) kuitenkin pohtii, 
että yritysverkkopankin kautta tunnistautumalla jokaiselle käyttöoikeutetulle annetaan 
kuitenkin omat avainlukulistat, jolloin pystyttäisiin nyt jo mahdollisesti selvittämään, 
kuka yrityksen edustaja mahdollisen sopimuksen olisi tehnyt. Kaikilla mikroyrityksillä ei 
kuitenkaan ole verkkopankkia vaan pelkkä pankkiyhteyskanavasopimus kirjanpitotoi-
mistolle, jolloin ne yritykset, joilla ei ole verkkopankkia ovat edelleen pelkkien PKI-
avaimien varassa. 
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6 POHDINTA 
 
 
Ensimmäisenä argumenttina on, että PSD2:lla pyritään lisäämään kansainvälistä toimin-
tatapaa tekemällä siitä halvempaa lakien ja asetusten kautta verrattuna kansallisiin toi-
mintatapoihin. PSD2:ssa nimenomaan erikseen mainittu ISO 20022 -standardin mukai-
nen tiedonsiirto on tällä hetkellä vielä huomattavan harvinaista esimerkiksi kirjanpitotoi-
mistojen käytössä, osaksi ehkä johtuen siitä, että suuret kotimaiset kirjanpito-ohjelmien 
toimittajat suosivat ensisijaisesti kansallisen tason tiedostomuotoja, mikäli mahdollista 
(Hokkanen, 2017). Tulevaisuudessa kansallisessa muodossa toimitetuista tiedoista saa 
edelleen periä maksua, koska ne eivät kuulu PSD2:n vaikutusalueeseen. Tämä saattaa 
luoda paineita kirjanpito-ohjelmien kehittäjille, koska kysyntä XML-mallisille tiedos-
toille tulee kasvamaan lähitulevaisuudessa ja kansallisten vähentymään. Tällä hetkellä 
kaikkien tiedostomuotojen hinnoittelu on sama. WS-kanavan kautta voidaan lähettää ja 
vastaanottaa XML-mallista tietoa. Seuraavalla sivulla kuvassa 2. näkyvät toimintatapojen 
erot. Nuolet kuvaavat nousevaa ja laskevaa trendiä oletettaen, että PSD2:n määrittelemä 
tapa otetaan aktiivisesti käyttöön. Tämä todennäköisesti edellyttää kuitenkin myös mik-
royrityksien aktiivista kysyntää XML-malliselle tiedonsiirrolle, jotta mikroyritykset pys-
tyvät hyötymään maksupalveludirektiivin mahdollistamista ainakin joiltain osin ilmai-
sista tiedoista.  
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Kuva 2. Eri tiedonsiirtomallien kuvaukset.  
 
Kun lähdetään miettimään asiaa mikroyrityksen kannalta, ei uuden toimijankaan palvelut 
ole todennäköisesti ilmaisia. Se, kuinka maltillisia uudet toimijat ovat hinnoittelussaan 
jää kuitenkin nähtäväksi. Kuten Räsänenkin (s. 18) pohti, voi olla, että maksupalvelun 
tarjoaminen ei ole 3. osapuolen ydinliiketoimintaa vaan lisäarvoa tuottavaa palvelua asi-
akkaalle. Esimerkiksi Apple tarjoaa näitä palveluja henkilöasiakkaille Apple Payn kautta, 
mutta se ei ole Applen ydintoimintaa vaan lisäarvoa tuottava palvelu asiakkaille. Tällä 
hetkellä Apple Pay ei toimi kaikkien pankkien asiakkaille vaan se vaatii pankin hyväk-
synnän, voiko Apple Payta liittää oman tilin korttiin. Ensi vuoden alusta Apple Pay ei 
tarvitse enää lupaa, vaan lukeutuu näihin 3. osapuoliin, joille pitää avata asiakasrajapinta. 
(Kauppalehti, 2017.) Oletettavasti myös Apple Payta tullaan kehittämään niin, että mak-
sukorttien liittämisen rinnalle tulee mahdollisuus liittää luottolaitoksessa oleva tili suo-
raan sovellukseen.  
 
Useamman haastattelun vastaukset on koottu yhteen ja vertailtu niitä, kuinka paljon niistä 
löytyy yhteneväisyyksiä ja paljonko eroavaisuuksia. Vaikka kaikki eivät vastanneet sa-
ISO 20022 -mukainen toimintatapa
•XML-muotoinen tiedonsiirto 
•Täyttää PSD2:n vaatimukset tiedonsiirron muodosta
•Tuottaa pankeille menetyksiä palvelumaksutuotoissa, 
koska tämä tiedostomuoto pitää pystyä tarjoamaan 
maksutta kolmansille osapuolille. 
•Lisää kansainvälisyyttä tietojen jaossa, on käytössä 
lähes kaikissa maailman maissa
•On jo nyt mahdollinen WS-kanavan kautta
Kansallinen toimintatapa
• KTO-muotoinen tiedonsiirto
• Tuottaa pankeille  jatkossakin palvelumaksutuottoja, koska 
ei vastaa PSD2:n vaatimuksia 
• Osa nykyisistä kirjanpito-ohjelmista on yhteensopiva vain 
tämän mallin kanssa, vaatii päivitystä myös suurille 
kirjanpito-ohjelmien tuottajille
• Mahdollinen jatkossakin WS-kanavan kautta, mutta EU-
lainsäädäntö todennäköisesti pyrkii vähentämään jatkossakin 
kansallisten mallien käyttöä
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moihin kysymyksiin, oli yhteneväisyydet silti havaittavissa. Niin Hokkanen (2017), 
Kauppila (2017), Arohonka (2017) kuin Räsänenkin (2017) olivat sitä mieltä, että mik-
royritykset tulevat hyödyntämään uusien palveluntarjoajien tarjoamia palveluita siinä 
määrin, että pankkien nykyinen monopoliasema maksupalveluntarjoajina tulee romuttu-
maan lähitulevaisuudessa. 
 
Mediassa on usein rahoituslaitosten mainoksia, joissa markkinoidaan yrityksille lyhytai-
kaisia alle 12 kuukauden mittaisia lainoja. Ensi vuoden alusta myös nämä rahoituslaitok-
set voivat asiakkaan suostumuksella saada luvan käyttää asiakkaan tiliä mm. laskujen 
maksuun (2015/2366). Tämä toiminta toisi asiakkaalle lisäarvoa, joka taas saattaisi vä-
hentää esimerkiksi verkkopankin tarvetta asiakkaalle. Tämä ei ole ainoastaan yhden pan-
kin ongelma vaan koskee kaikkia pankkeja, koska yritysluoton tarjoaja voi asiakkaan niin 
halutessa saada oikeuden maksaa samaisen laskun kaikilta yrityksen tileiltä riippumatta 
siitä, missä pankissa tili on ja moninkertaistaa palvelumaksutuottojen vähenemisen sitä 
kautta kaikilta asiakkaan pankeilta.  
 
Samalla, kun Applen kaltaiset yritykset tulevat tarjoamaan maksupalvelumahdollisuuk-
sia, vähenee mikroyrityksien tarve myös yrityskorteille. Aiemmin lähimaksulla on voinut 
maksaa alle 30 euron ostokset maksupalveludirektiivin (2007/64/EY) mukaan, mutta pan-
kit ovat rajoittaneet käytön 25 euroon. Mobiilisovelluksella raja jää historiaan. WS-kana-
van kautta Apple Pay saa tiedon asiakkaan tilien saldoista ja jos asiakas on tehnyt sopi-
muksen Apple Payn kanssa, että maksetaan tililtä, jossa on eniten rahaa, valitsee sovellus 
sen tilin. Jos yrityksellä on ollut maksukortit joka tiliin eri pankeissa jää monilta pankeilta 
palvelumaksutuotot saamatta myös korteista, koska mobiilisovellus tekee ne turhiksi. 
Toki, mobiilisovellus kasvattaa riskejä yrityksen kannalta, että tilitiedot päätyvät vääriin 
käsiin ja väärinkäytökset sitä kautta lisääntyvät. Säästöpankkiryhmän kannattaakin pohtia 
linjauksia väärinkäytöksiin tulevaisuuden varalta, joissa puhelin on omistajan huolimat-
tomuuden takia esimerkiksi varastettu ja sovellus on edelleen päällä ja tilit näin käytettä-
vissä.  
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6.1 Kehitysehdotukset 
 
Pitää kuitenkin muistaa, että myös pankeilla on mahdollisuus toimia kolmantena osapuo-
lena asiakkailleen. Samalla tavalla pankki voi saada luvan pyytää tietoja muilta pankeilta 
ja kehittää esimerkiksi Apple Payta vastaavan sovelluksen yhteistyökumppanin kanssa ja 
tuottaa sitä kautta lisäarvoa asiakkaalle, kuten Osuuspankki on kehittänyt Pivoa, joka 
mahdollistaa maksamisen myös muiden pankkien korteilla (Hokkanen, 2017; Osuus-
pankki, 2017). Myös Hokkanen (2017) olettaa, että Pivoa kehitetään, jotta sitä voidaan 
hyödyntää mahdollisesti jo ensi vuoden alusta niin, että sovellukseen ei tarvita enää mak-
sukorttien numeroita. Tällöin siihen voidaan lisätä suoraan muissa pankeissa olevia tilejä, 
joiden tietoja taas voidaan kysyä WS-kanavan kautta. Tällöin Osuuspankki toimisi kol-
mantena osapuolena asiakkaalle. Nykyiseen Säästöpankin verkkopankkiin voisi miettiä 
lisäominaisuutta, jolla voisi maksaa suoraan tililtä ilman maksukorttia ja lisätä siihen 
mahdollisuuden liittää myös muiden pankkien tilejä. Esimerkiksi Säästöpankin Finanssi-
vahtia voisi kehittää tähän suuntaan. Toisena vaihtoehtona voisi olla yhteistyön aloitta-
minen tai tiivistäminen jonkin uuden tai jo markkinoilla olevan toimijan kanssa. Tällöin 
voitaisiin mahdollisesti tarjota laajemmat ja helppokäyttöisemmät palvelut suuremmalle 
yleisölle. Tällä tavalla esimerkiksi Aito Säästöpankin olisi mahdollista toimia kolmantena 
osapuolena ja tuottaa lisäarvoa asiakkailleen tarjoamalla pankkirajat avaavia palveluita. 
Samalla tavalla WS-kanavan kautta tieto kulkisi myös pankin järjestelmiin ja mahdollis-
taisi suoraan tililtä maksun. Tämä vaatisi kuitenkin WS-kanavan tiedonkulun päivittä-
mistä reaaliaikaiseksi, jolloin tietopyyntöjä käsiteltäisiin vuorokauden ympäri nykyisen 
käytännön sijaan. Tästä täytyisi taas keskustella palveluntarjoajan kanssa.  
 
Myös hinnoittelua olisi tarkistettava mikroyritysten osalta, koska uusi maksupalveludi-
rektiivi vertaa mikroyrityksiä henkilöasiakkaisiin. Nykyisistä maksullisista palveluista 
todennäköisesti ainakin osa joudutaan muuttamaan maksuttomiksi, mutta palvelumaksu-
tuottoja on mahdollista periä taas volyymihinnoittelun mukaan, jos esimerkiksi saldoa 
tarkistellaan monta kertaa päivässä toisen palveluntarjoajan kautta.  
 
Säästöpankkiryhmän kannattaisi nyt ehkä enemmän keskittyä siihen, kuinka ne voisivat 
tarjota kokonaisratkaisuja yrittäjälle, hänen perheelleen ja hänen yritykselleen, eikä eriyt-
tää näitä asioita toisistaan nykyisten palvelujen rinnalle. Yrittäjä, hänen perheensä ja yri-
28 
 
 
tyksensä ovat kuitenkin usein kaikki saman pankin tai parhaimmassa tapauksessa pank-
kien asiakkaita. Se pankki, joka ensimmäisenä pystyy tarjoamaan kaiken kattavan ja help-
pokäyttöisen kokonaisratkaisun on vahvoilla ensi vuoden alusta lähtien kolmansien osa-
puolien tullessa tarjoamaan omia ratkaisujaan, kuten Räsänenkin aiemmin (s. 17) asian 
ilmaisi. Pankeilla on jo tarjoomassaan joustoluotot, yritysluotot, kapitalisaatiosopimuk-
set, automaattiset säästöönsiirrot, samat tuotteet, joita nyt osa kolmansista osapuolista 
pystyy tarjoamaan tilitieto- ja maksupalvelujen ohessa. Tämä vaatii lisäpanostusta pank-
kien palveluntarjoajilta sekä markkinoinnilta, jotta ei jäädä kolmansien osapuolten var-
joon. Ollaan rohkeasti mukana muutoksessa ja tarjotaan entistä enemmän pankin luotet-
tavia palveluita kilpailukykyiseen hintaan lakien ja direktiivien mukaisesti. Muutosta ei 
saa pelätä vaan se pitää ottaa vastaa avoimin mielin samalla koko ajan omaa toimintaa 
kehittäen.  
 
Uuden maksupalveludirektiivin muutoksien voimaan saattamisessa on kyse pienistä ny-
ansseista, joita osaltaan jo toteutetaan kirjanpitotoimistojen kanssa. Nyt se vain mahdol-
listetaan ilman pankin lupaa kaikille asiakkaille. Suomessa ollaan edelläkävijöitä sähköi-
sissä pankkipalveluissa maailmassa. Pyritään pysymään siellä myös jatkossa. Alla ole-
vassa taulukossa 1. on kuvattu kehitysehdotuksia teemoittain.  
Taulukko 1. Kehitysehdotukset teemoittain. 
Pankkiyhteyskanava Hinnoittelu Uudet palvelumuodot 
Olemassa oleva yhteys, jolloin muu-
tokset pysyisivät rahallisesti maltilli-
sina. 
 
Palvelumaksutuotot vähene-
vät  lisäarvon tuottaminen 
ja sitä kautta tuottojen lisää-
minen 
Tilitietojen ja maksutoimeksian-
tojen palvelut  myös Säästö-
pankit voivat toimia kolmansina 
osapuolina! 
Kehityksen mukana pysyminen  
pankkiyhteyskanavan jatkuva kehittä-
minen ja ylläpitäminen 
Mikroyrityksien hinnoittelun 
yhdenkaltaistaminen henki-
löasiakkaiden kanssa johtuen 
uudesta maksupalveludirek-
tiivistä 
Säästöpankeilla Finanssivah-
dista voisi kehittää sovelluksen, 
jolla esim. maksaminen onnis-
tuisi kaupassa, suoraan tiliin lii-
tettynä ilman maksukorttia. 
Tiedonkäsittely pankkiyhteyskana-
vaan 24/7, nyt arkipäivisin useamman 
kerran 
Eri tiedostomuotojen hin-
noittelu, XML vs. KTO 
Kokonaisratkaisujen kehittämi-
nen esim. yrityksille, eroon sii-
loutumisesta yrityksien ja yrittä-
jän asioiden välillä 
 Volyymihinnoittelu, kaiken 
ei tarvitse olla ilmaista 
Mahdollinen yhteistyö jonkin 
uuden toimijan kanssa palvelui-
den kehittämiseksi 
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6.2 Jatkotutkimusaiheita 
 
Kun tarkastelee opinnäytetyötä kokonaisuutena, huomaa, että haastattelujen runko olisi 
voinut olla tiiviimpi ja yhdenmukaisempi kaikkien haastateltavien kohdalla. Myös tar-
kempi tutkimuksen kohteen määrittely olisi helpottanut tutkijan työtä hakea tietoa. Laa-
jempi tutkimuksen kohde oli haasteellinen lähtökohta, joka kuitenkin nivoutuu hyvin yh-
teen pohdintaosiossa tuottaen kaikille tutkituille osa-alueille kehitysehdotuksia. 
 
Jotta asiaa pystyttäisiin seuraamaan myös tulevaisuudessa, voisi kuvitella, että uuden tut-
kimuksen maksupalveludirektiivin muutoksista ja niiden käyttöönotosta voisi tehdä parin 
vuoden sisällä. Toinen vaihtoehto olisi tiedonsiirtokanavan tutkiminen, mitä tiedonsiirto-
kanavaa on käytetty eniten ja onko enää parin vuoden päästä vaihtoehtoisia tapoja. Tässä 
tutkimuksessa vaihtoehdoksi nimetty Web Service -kanava ei kuitenkaan ole ainoa vaih-
toehto. Kolmantena vaihtoehtona jatkotutkimukselle voisi olla pankkien uusi hinnoittelu 
2018 vuoden alun jälkeen. Verrataan siis aikaa ennen ja jälkeen uuden maksupalveludi-
rektiivin voimaan astumisen. Siinä voisi tutkia, ovatko palvelumaksutuotot vähentyneet 
ja kuinka paljon ja mitä korvaavia tuotteita ja palveluita on kehitetty kattamaan PSD2:sta 
johtuvien palvelumaksutuottojen menetyksiä. Henkilöasiakkaiden osalta maksupalvelu-
direktiivin tuomia muutoksia ei ole vielä tutkittu, joten siinä olisi myös hyvä aihe tulevai-
suuteen.  
 
Koska hallituksen esitys maksupalvelulaista ja muista siihen liittyvistä laeista on vasta 
esittelykierroksella opinnäytetyötä tehtäessä, voisi myös esityksen läpimenossa tai esi-
tyksen mahdollisissa muutoksissa olla tutkimukselle aihetta sitten, kun laki astuu voi-
maan. Tutkimuksessa voisi verrata niin sanottua vanhaa, nyt vielä voimassa olevaa, mak-
supalvelulakia ja vuonna 2018 voimaan tulevaa lakia sekä sitä, muuttuiko hallituksen esi-
tys esittelykierroksilla ja millä tavalla ja kuinka se käytännössä vaikuttaa mikroyrityksien 
ja/tai henkilöasiakkaiden pankkipalveluihin.  
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LIITTEET 
Liite 1. Avoimen haastattelun teemat. Joni Hokkanen, Säästöpankkien Keskus-
pankki/Manu Kauppila, Säästöpankkien Keskuspankki/Heikki Arohonka, Samlink 
Oy/Timo Räsänen, Aito Säästöpankki Oy/Johanna Palander-Niemi, Aito Säästöpankki 
Oy 
1. Mitä työnkuvaasi kuuluu? Kuinka kauan olet työskennellyt pankkialalla? 
 
2. Uskotko mikroyritysten hyödyntävän direktiivin mahdollistamia palveluita?  
 
3. Voiko ws-kanavaa mielestäsi hyödyntää tilitietojen jakamiseen? Voiko sen kautta 
käynnistää maksupalvelutoimeksiantoja?  
 
4. Miten tunnistautuminen onnistuu ws-kanavan kautta? 
 
5. Kuinka ws-kanava toimii? 
 
6. Voisiko ws-kanavaa hyödyntää myös henkilöasiakaspuolella direktiivin tuomiin 
muutoksiin? Onko se mahdollista? 
 
7. Muuttaako direktiivin määrittely, että mikroyrityksiä pitäisi kohdella samalla ta-
valla kuin henkilöasiakkaita, tulevaisuudessa suhtautumista mikroyrityksiin asi-
akkaina tai heidän palveluitaan? 
 
8. Mitkä ovat edut ja uhat, kun uusi maksupalveludirektiivi astuu voimaan ja uudet 
toimijat saavat käyttöönsä asiakkaiden tietoja? 
 
9. Hyödyntääkö Säästöpankkiryhmä itse mahdollisuutta toimia kolmantena osapuo-
lena? 
  
10. Millä tavoin PSD2 muuttaa pankkisalaisuuden piiriin kuuluvan tiedon jakamista? 
 
11. Mitkä ovat ulkopuolisen tahon pääseminen käsiksi tilitietoihin uhat? Koetko ti-
lanteen haastavana oman työsi kannalta? Tietoturva ja sen parantaminen?
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Liite 2. Haastateltavien esittely  
 
Haastattelut aloitettiin Hokkasesta ja Kauppilasta. Heitä haastateltiin Säästöpankkien kes-
kuspankin toimitiloissa Helsingin Vallilassa. Hokkasen ja Kauppilan osaamisalueeseen 
kuuluu WS-kanavan mahdollinen hyödyntäminen muutoksien mahdollistamiseen pankin 
kannalta kustannustehokkaasti.  
 
Kauppila (2017) on työskennellyt pankkialalla n. 15 vuotta, joista viimeiset neljä vuotta 
Säästöpankkien keskuspankissa. Hänen vastuualueensa on korttimaksamisessa ja maksu-
liikennemyynnin tuessa. Hokkasen (2017) pankkiura on n. 10 vuotta pitkä, josta Säästö-
pankkien palveluksessa on kulunut viimeiset pari vuotta. Hokkasen (2017) vastuualuee-
seen kuuluu maksuliikennemyynnin kehittäminen, e-laskutus ja maksupäätteet. Molem-
pien vastuualueelle kuuluu myös se, että he varmistavat, että asiakasrajapinnassa on riit-
tävästi osaamista, jotta asiakkaille voidaan tarjota mahdollisimman kilpailukykyiset ja 
ajantasaiset tuotteet ja palvelut. (Hokkanen, 2017; Kauppila, 2017.). 
 
Heikki Arohonka on toiminut finanssialalla yli 10 vuotta erilaisissa tehtävissä ja vastaa 
nyt Samlink Oy:ssä liiketoiminnan kehityksestä asiakkuuksien ja myynnin osalta. Hän on 
aiemmin ollut mukana myös aineistokanavien kehityksessä, jota myös nyt käsiteltävä 
WS-kanava edustaa. (Arohonka, 2017.) 
 
Aito Säästöpankki Oy:n Lielahden pankinjohtaja, Timo Räsänen vastaa samalla yritysra-
hoituspäälliköiden uusasiakashankinnasta ja toimii heidän valmentajanaan pankinjohta-
jan toimen lisäksi. Räsänen on ollut pankkialalla nyt 18 vuotta, joista kymmenen vuotta 
esimiestehtävissä. Hän on ollut mukana myös kehittämässä Säästöpankkiryhmän di-
giagendaa, johon on sisältynyt muun muassa verkko- ja mobiilipankin kehittäminen ja 
verkkoneuvottelut. Aito Säästöpankissa Räsänen on ollut töissä vuoden 2016 marras-
kuusta lähtien. (Räsänen, 2017.)   
 
Johanna Palander-Niemi työskentelee Aito Säästöpankki Oy:n Compliance Officerina. 
Hänen työnkuvansa koostuu sisäisestä valvonnasta, että pankki noudattaa lainsäädäntöä 
ja ohjeita toiminnassaan. Myös prosessikehitys kuuluu hänen työhönsä siinä määrin, että 
hän varmistaa, että uudet käytännöt otetaan käyttöön joka konttorissa samanlaisina, jolla 
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virtaviivaistetaan toimintaa. Hän ottaa työssään kantaa niin luotto-, korko-, kuin likvidi-
teettiriskeihin ja tekee liiketoiminnasta riippumattomia päätöksiä ja ehdotuksia pankin 
hallitukselle. (Palander-Niemi, 2017.) 
 
 
