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України  —  ніхто  не  може  узурпувати  державну 
владу. Конституційний Суд України дійшов вис-
новку, що узурпація державної влади означає не-
конституційне  або  незаконне  її  захоплення  ор-
ганами державної влади чи органами місцевого 









референдум  забороняється  виносити  законо-
проекти з питань податків, бюджету та амністії 
(ст. 74).
Таким  чином,  Конституція  України  перед-
бачає засадничі цінності світового конституціо-
налізму,  як-то  державний  і  народний  суверені-
тет.  Проте  потребує  подальшого  дослідження 
питання  вдосконалення  балансу  їх  взаємодії, 
передусім в частині правових гарантій від будь-
якого  свавілля  з  боку  органів  публічної  влади 
та їх посадових осіб.
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ПРОбЛЕМА ПРАВОВОГО ЗАбЕЗПЕчЕннЯ 
інФОРМАційнОЇ бЕЗПЕки ТА ЗАхиСТУ 
інФОРМАційнОГО СУВЕРЕніТЕТУ 
УкРАЇни В СУчАСних УМОВАх
Російська  військова  агресія,  нещодавня 
анексія Криму і Севастополя створила реальну 
загрозу існуванню Української держави, її тери-
торіальній  цілісності,  забезпеченню  інформа-
ційної безпеки та захисту інформаційного суве-
ренітету.  В  умовах  глобалізації  інформаційних 
процесів,  формування  світового  інформацій-
ного  простору,  швидкого  зростання  світового 
ринку інформації жодна держава не може функ-
ціонувати в інформаційній ізоляції. Разом з цим 
важливо  зазначити,  що  інформаційні  джерела 
і потоки на території будь-якої країни практич-
но неможливо повністю убезпечити від витоку 
внутрішньої  інформації  та  зовнішнього  інфор-
маційного  впливу.  Саме  цим  обумовлюється 
важливість вирішення Україною проблем подо-
лання  негативних  тенденцій  і  зростає  усвідом-
лення  щодо  необхідності  розробки  у  правово-
му та організаційному плані логічно завершеної 
системи  з  управління,  формування,  розвитку, 
використання, захисту інформаційних ресурсів, 
забезпечення  інформаційної  безпеки,  захисту 
інформаційного суверенітету.
Сучасні  інформаційні  технології,  стрімкий 
розвиток  телекомунікаційних  систем,  глобаль-
них  мереж  та  інтерактивних  засобів  розпов-




вона  не  усвідомить  реальних  та  потенційних 




кож  дають  можливість  доступу  до  практично 
необмежених інформаційних масивів, що зумо-



















Для  України  інформаційна  безпека  є  не-
від’ємною  складовою  національної  безпеки, 
а  питання  її  забезпечення  стоять  особливо  го-




технічними.  Так,  внутрішнє  життя  української 
держави  сьогодні  характеризується  вкрай 
складними  відносинами  столичного  центру  зі 
східними  регіонами,  хворобливою  соціальною 
модернізацією,  внутрішньою  нестабільністю 
і  політичною  невпорядкованістю,  політичним 
і  соціальним  розшаруванням,  яке  доходить  до 
рівня  протистояння,  що  продовжується  кри-
зою  економіки  та  фінансовою  дестабілізацією. 
В  умовах  збройного  конфлікту,  політичної  на-
пруженості,  інформаційної  агресії  з  боку  Росії 
постає питання, щодо дій України спрямованих 




кону  про  внесення  змін  до  деяких  законодав-
чих актів України щодо протидії інформаційній 
агресії іноземних держав. 
Збереження  територіальної  цілісності,  за-
безпечення  інформаційного  суверенітету  за-
хищається  національним  законодавством.  Так, 
конституційно-правові  засади  інформаційної 
безпеки  визначаються  ст. 17  Конституції  Ук-
раїни, в якій в пріоритетному порядку встанов-
люється, що захист суверенітету і територіальної 




безпеку  поставлено  на  один  рівень  з  такими 
важливими  компонентами  системи  національ-
них  інтересів,  як  суверенітет  та  територіальна 
цілісність,  і  цей  статус  питання  інформаційної 
безпеки є законодавчо закріплений в Основно-
му  Законі?  На  нашу  думку,  відповідь  має  бути 
позитивною, враховуючи ступень її важливості.
Важливе  політичне  і  практичне  значення 
щодо  удосконалення  правового  забезпечення 
інформаційної  безпеки  та  інформаційного  су-
веренітету має Концепція національної безпеки 
України,  у  якій  визначаються  можливі  загрози, 
що  стосуються  інформаційної  сфери.  На  ство-
рення  правових  основ  регулювання  державної 
політики  національної  безпеки  спрямований 
Закон  України  «Про  основи  державної  полі-
тики  національної  безпеки  України»,  а  у  За-
коні «Про основи національної безпеки Украї-
ни» вперше дано офіційну оцінку значущості 
й  системної  сутності  інформаційної  безпеки 
як невід’ємної складової національної безпеки 
України.
Таким  чином,  необхідність  забезпечення 
інформаційної безпеки та захисту інформацій-




держави,  які  можуть  завдавати  значної  шко-
ди  загальним  національним  інтересам.  Разом 
з тим, вірно сформульована національна інфор-
маційна  стратегія  сприяла  б  більш  успішному 
вирішенню  задач  у  політичній,  економічній, 
соціальній  та  інших  сферах  життя.  Ураховую-
чи  агресивну  політику  сучасного  російського 
керівництва,  відповідна  інформаційна  політи-
ка  України  могла  б  вплинути  на  позитивний 
хід  розв’язання  як  внутрішньополітичних  так 
і  зовнішніх  факторів.  Для  своєчасного  вирі-
шення  цих  завдань  у  правовому,  організацій-
ному  та  організаційно-технічному  планах  Ук-
раїні ще багато треба зробити. Щоб захистити 
інформаційний  простір  необхідно  створити 
системи  управління  національними  інформа-
ційними ресурсами, надійного захисту каналів 
державного  управління,  протидії  інформацій-
ним загрозам.
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часто  розпочинають  своє  суспільно-політичне 
«життя»  з  проголошення  (озвучення)  власно-
