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The  Department  of  Management  Information  Systems  and  Assurance  at  the  Longwood 
University  College  of  Business  and  Economics,  a member  of  the  Commonwealth  of  Virginia 
University  system,  is  seeking  candidates  for a  tenure‐track/tenure‐earning  faculty position at 
the  Assistant  or  Associate  Professor  level  beginning  August  2012.    Candidates  with  leading 
expertise  in  Cyber  Security,  particularly  Digital  Forensics,  Computer  and  Network  Security, 
and/or Information Assurance are sought.  The successful candidate must be able to participate 





accredited  or  AACSB‐accredited  program  is  preferred.  Practical  industry  experience  and/or 
certification  are  also  highly  desirable.  ABD  applicants  will  be  considered  if  there  is  strong 
evidence  that  they  will  complete  their  degree  requirements  by  August  2012.  All  applicants 
should have an established record of excellent teaching and research.  
Founded  in  1839,  Longwood  University  is  one  of  the  oldest  public  institutions  of  higher 
education  in  the  Commonwealth  of  Virginia.    Today,  Longwood  is  a  coeducational, 
comprehensive public institution offering 100 majors, minors, and concentrations to over 4800 
students  with  undergraduate  programs  in  business  administration,  education  and  human 
services, nursing, the arts and sciences, plus graduate programs  in education, communication 
sciences and disorders, English, sociology, and an MBA program. Longwood University’s College 
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