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Abstract—Internet of Things enabled Intra-Vehicular Network
(IVN) refers to the network where large number of sensors
are connected with each other for sharing the vehicle’s status
information in order to develop a smart vehicular system. The
number of sensor nodes in the vehicle has increased significantly
due to the increasing vehicular applications. The phenomenon
of congestion poses a problem in the IVN where the traffic
load and number of sensors are increased. This problem can
be resolved by mitigating the limitation of the existing Media
Access Control (MAC) protocols. In this paper, we address this
issue and proposed a MAC strategy for solving this problem in
this network. Furthermore, we discuss the design of IVN scenario
and the performance is evaluated in terms of end-to-end delay.
The simulation results reveal the effectiveness of our proposal.
Keywords—Internet of Things (IoT), MAC Strategy, Conges-
tion Problem, Intra-Vehicular Networks (IVNs).
I. INTRODUCTION
The Internet of Things (IoT) paradigm denotes the pervasive
and ubiquitous interconnection of large number of devices that
can be uniquely identified, localized, and communicated [1].
The concept of IoT can be implemented as either internet
centric or object centric. The former aims at provisioning
services within the internet, where data are contributed by
the objects. On the other hand, the latter aims at purveying
services via network of smart objects [2], such as intra-
vehicular networks where numbers of sensor communicate
with each other.
Motor vehicles have continued to develop, since they were
invented in the second industrial revolution. With the rapid
development of information and communication technologies,
equipping automobiles with wireless communication capa-
bilities is expected to be the next frontier for automotive
revolution [3]. The exponential increase in the number and
sophistication of electronic systems in vehicles as they are
replacing those that are purely mechanical or hydraulic arise
the need for more sensors to monitor various quantities inside
them [4]. Recently, wireless sensor networks (WSNs) have
been considered for intra-vehicle wireless communications of
sensors, switches and actuators [5].
WSNs have the potential to reduce cost, weight and main-
tenance of in-vehicle communications over wires in a scalable
Fig. 1: IoT Enabled Intra-Vehicle Networks
fashion. As the number of sensors used in modern cars
keeps increasing, the cost and weight associated with their
integration also increase. If the wires can be replaced with a
suitable wireless technology, sensors can communicate with
the control unit (microprocessor) in a wireless fashion. It
is anticipated that such a solution could lead to significant
benefits in reducing cost, providing an open sensor network
architecture that will be scalable as the number of sensors
keep increasing, and reducing the weight of the car, which
will enhance fuel efficiency [6].
IoT Enabled Intra-Vehicular Network (IVN) refers the net-
work where large number of sensors are connected each other
for sharing the car status information in order to develop a
smart car system, as depicted in Fig 1. The phenomenon of
congestion plays an important role in the IVN while the traffic
load and number of sensor are increased. This congestion
problem arise due to the limitation of existing Media Access
Control (MAC) protocols. In this paper, we address this issue
and proposed a MAC strategy for mitigating this problem in
this networks. Furthermore, we discuss the design of IVN
scenario and the performance is evaluated in terms of end-to-
end delay. The simulation results confirms the effectiveness of
our proposal.
The rest of the paper is organized as follows. In Section II,
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