Epidemiological studies on the prevalence of cyberbullying and cybervictimization in different countries, using the same procedure and the same measures, are of relevance in understanding differences in results that are not due to methodological factors. The current study was conducted in 8 European countries (Bulgaria, Cyprus, France, Greece, Hungary, Italy, Poland, and Spain), involving a total of 4,847 students, using an online anonymous questionnaire (the Tabby online questionnaire). The results were analyzed by comparing differences between countries and between genders. Cyberbullying and cybervictimization were most prevalent in Bulgaria and Hungary and least prevalent in Spain. Boys committed more cyberbullying than girls in all countries, but there were no overall gender differences in cybervictimization. However, girls were more often cybervictims in four countries and boys were more often cybervictims in the other four countries. The results are discussed with regard to the importance of cross-national studies of cyberbullying and cybervictimization and the use of online data collection in order to reduce methodological bias.
Background
Cyberbullying is a problem faced in many Western and Eastern countries, affecting children from their first grades up to their late teens (Aoyama, Utsumi, & Hasegawa, 2012; Nocentini et al., 2010; Tippett & Kwak, 2012) . Though studies about the prevalence and nature of cyberbullying in different countries have shown significant differences globally, ranging from 10-40% for victimization and from 3-50% for perpetration (Kowalski, Giumetti, Schroeder, & Lattanner, 2014) , it is not possible in most cases to make direct comparisons between countries unless the same procedures, same methods, and comparable samples are used. Furthermore, as underlined by Smith, Görzig, and Robinson (2018) large-scale surveys involving many countries are currently not very common.
The data collection procedures, for example, using paper and pencil self-report questionnaires or face-to-face interviews, might also affect the answers, as might the settings where data are collected. Using an online structured questionnaire to measure cyberbullying and to compare results in different countries is a reliable procedure, as the instruments and the method are uniform between different countries. In addition, when students fill in the online questionnaire in a dedicated information technology (IT) class, methodological errors are reduced to a minimum and comparisons are more reliable. Students also feel more at ease (Slee & Mohyla, 2014; van den Berg & Gommans, 2017) in replying and have an additional sense of privacy (Baldry, Blaya, & Farrington, 2018; van den Berg & Gommans, 2017) . The use of computers as a tool to overcome methodological problems of cross-cultural comparative studies should be a viable procedure, especially when dealing with sensitive topics such as online bullying perpetration and victimization (Davis, Hoffman, Morse, & Luehr, 1992; Slee & Mohyla, 2014) .
The data analyzed in this article were collected as baseline data for the Threat Assessment of Bullying Behaviours among Youngsters (Tabby) programme. This programme aimed to reduce cyberbullying (and cybervictimization) by increasing awareness about the risks related to an individual's own use of cyber communication and reducing the risk of falling into the most common "online traps" (see Baldry et al., 2018) . It was developed initially in 2010 and implemented in 2011-2013 in Italy and a further four EU countries (Bulgaria, Greece, Cyprus, and Hungary) and was later used in an additional three EU countries (Spain, France, and Poland) . The development and implementation of the programme were supported by the European Union Daphne Security and Justice Programme for the reduction of violence against women and children. The principal investigators in each country were: Anna Costanza Baldry (Italy, and overall), Catherine Blaya (France), Bassam Aouli (Poland), Antonio Maldonado (Spain), Katalin Parti (Hungary), Andreas Kapardis (Cyprus), Christina Athanasiades (Greece), and Svetla Encheva (Bulgaria).
Definition of cyberbullying
Different authors from different countries have provided several definitions of cyberbullying, with similar features. Tokunaga (2010, p. 278) provides an integrative definition which tries to capture all relevant aspects that could be applied to different countries: "Cyberbullying is any behavior performed through electronic or digital media by individuals or groups that repeatedly communicates hostile or aggressive messages intended to inflict harm or discomfort to others". This definition, as well as all the similar ones provided by other authors in different countries (Besley, 2009; Finkelhor, Mitchell, & Wolak, 2000; Juvonen & Gross, 2008; Li, 2008; Patchin & Hinduja, 2006; Slonje & Smith, 2008; Smith et al., 2008; Willard, 2007; Ybarra & Mitchell, 2004) , has similar features to the definition of traditional bullying (Olweus, 1993) with regard to the intention to harm and the imbalance of power.
However, there are different opinions among scholars with regard to what it is meant with the term 'repeated actions'. Some authors claim that it is enough to have one or two cyberbullying actions (Baldry, Farrington, & Sorrentino, 2017; Gámez-Guadix, Orue, Smith, & Calvete, 2013; Juvonen & Gross, 2008; Kowalski & Limber, 2007; Li, 2007; Vieno, Gini, & Santinello, 2011; Ybarra & Mitchell, 2004) . A single cyber-threat (e.g., a video, a comment, a picture) can stay online or in a smartphone for quite some time, and can be viewed by numerous people, thereby prolonging the exposure to potential harm (Dooley, Pyzalski, & Cross, 2009; Raskauskas & Stoltz, 2007; Slonje, Smith, & Frisén, 2013) .
International comparisons of cyberbullying
Directly comparable studies on the prevalence and nature of cyberbullying and cybervictimization using the same instruments are summarized in Table 1 . The EU Kids Online is the most extensive European cross-national study, involving 25,142 students from 25 European countries. The results showed that 1 in 5 children in Western and Eastern Europe reported being cybervictimized, with higher prevalence rates in Poland and lower rates in Belgium (Hasebrink, Livingstone, & Haddon, 2008) . From the same study, Lobe, Livingstone, Ólafsson, and Vodeb (2011) reported that 6% and 3% respectively were cybervictims and cyberbullies, with Romanian and Estonian children reporting the highest prevalence of cyberbullying. Concerning gender differences, Spanish, Finnish, and Lithuanian girls were more likely than boys to experience cybervictimization. Li (2008) carried out the first study comparing Western (Canadian) and non-Western (Chinese) students involved in cyberbullying. The results showed that more Canadian than Chinese students reported that they had cyberbullied others, while no significant differences were found concerning cybervictimization. According to the authors, the results suggest that easier access to the Internet and communication technologies in Canada could explain the higher prevalence of cyberbullying. No gender differences were reported.
Mura, Topcu, Erdur-Baker, and Diamantini (2011) carried out a cross-cultural study comparing Italian and Turkish university students' experience of cyberbullying and cybervictimization. The country differences in cyberbullying and cybervictimization were explained by different students' frequencies of Information and Communication Technology (ICT) use, rather than by different cultural factors influencing the results. No direct gender comparisons were reported. Ortega et al. (2012) compared cybervictimization rates between English, Italian, and Spanish students, with Italian and English students reporting higher rates of mobile phone cybervictimization compared to Spanish students, and English students reporting higher Internet cybervictimization compared to Italian and Spanish students. Ang, Huan, and Florell (2013) compared cyberbullying in the US and Singapore, reporting no significant differences between countries; 17.9% of US and 16.4% of Singapore students were involved in cyberbullying at least once or twice in the current school year. Barlett et al. (2014) carried out a cross-cultural study, comparing US and Japanese students, with a longitudinal design to assess cross-cultural change in cyberbullying. The results showed country differences concerning positive attitudes towards cyberbullying, interdependent self-construal and cyberbullying prevalence, with the US male participants scoring higher on cyberbullying. Del gathered data from students from six European countries (Spain, Germany, Italy, Poland, England, and Greece) to validate at a cross-national level the European Cyberbullying Intervention Project Questionnaire (ECIPQ; Brighi et al., 2012) . The results showed that Greek, Italian, and Polish students reported a higher prevalence of both cyberbullying and cybervictimization. Regarding adolescents' severe involvement in both cyberbullying and cybervictimization no significant differences across countries were found.
Notes: CB = Cyberbullying; CV = Cybervictimization DE = Germany; EN = England; ES = Spain; GR = Greece; IT = Italy; PL = Poland ; USA= United States of America M = mean; SD = standard deviation. Jaghoory, Björkqvist, and Österman (2015) surveyed 630 Iranian and 620 Finnish adolescents in order to investigate differences in involvement in cyberbullying and cybervictimization. Iranian students scored higher in both cyberbullying and cybervictimization. However, regarding gender differences, Finnish girls were more likely to cyberbully others, while no gender differences were found in the Iranian sample. The authors hypothesized that higher levels of cyberbullying and cybervictimization could be a result of higher levels of aggressiveness in Iranian students because of the psychological challenges to which they are exposed in their society. However, the study did not provide support for this hypothesis, since students' aggressiveness was not measured. Tsitsika et al. (2015) , in their cross-national study, involving students from Spain, Poland, the Netherlands, Romania, Iceland, and Greece found similar to Del Rey et al. (2015) and Lobe et al. (2011) , that cybervictimization rates were highest in Romania (37.3%) and Greece (26.8%). In another comparative study, Wright et al. (2015) compared data on cyberbullying and cybervictimization gathered from 1,637 Indian, Chinese, and Japanese students. The results revealed that Indian students had the highest prevalence of cyberbullying compared to Chinese and Japanese adolescents. The same conclusion was drawn concerning students' experience of being cybervictimized, with Indian students reporting higher rates of cybervictimization. Blaya, Sandaram, Kirandeep, and Sandhu (2015) compared French and Indian students' experiences of cybervictimization, by surveying a total of 2,333 adolescents. The results showed some country differences, with Indian students more likely to be cybervictimized than French students, in agreement with the results of Wright et al. (2015) .
In more recent cross-national studies, Lee and Shin (2017) found, by comparing Australian and Korean students aged 12-15 years, that Australian students were more involved in both cyberbullying and cybervictimization. Yudes-Gómez, Baridon-Chauvie, and González-Cabrera (2018) surveyed 2,653 Spanish, Colombian, and Uruguayan students about their cyberbullying and cybervictimization experiences. The results showed that Colombian adolescents reported the lowest rates of involvement in both cyberbullying and cybervictimization compared with Spanish and Uruguayan adolescents, while Uruguayan adolescents reported highest rates of severe cybervictimization. Athanasiou et al. (2018) compared data on cybervictimization gathered from 12,372 students in seven different EU countries. Similar to Tsitsika et al. (2015) , Del Rey et al. (2015) , and Lobe et al. (2011) , cybervictimization rates were highest in Romania and Greece.
These studies show variations regarding prevalence rates and types of involvement in cyberbullying between countries. It is difficult to explain the differences, as they could be a function of individual characteristics as well as the cultural context. As pointed out by Tsitsika et al. (2015) , the use of the Internet and Social Networking Sites (SNS) is strongly associated with a high risk of being involved in cyberbullying. Differences in results could be related to the way students go online (e.g., number of hours, online profile network, number of known online friends), in addition to cultural differences associated with the use of online communication and electronic devices. The differences should also be studied from a gender perspective, as cultural gender differences might also play a role. Boys traditionally have been reported as more involved in antisocial behaviors, including school bullying, while girls are more likely to be victims (Slonje, Smith, & Frisén, 2013) .
As stated by Lee and Shin (2017) , additional cross-national research comparing the nature and prevalence of cyberbullying and cybervictimization in different countries is needed to provide a greater understanding of the experience of cyberbullying by adolescents (see also Bauman & Bellmore, 2015; Li, 2008) .
Objectives of this study
In the present study, we aimed to provide data on the prevalence and nature of cyberbullying and cybervictimization among adolescents in eight European countries, and to capture national/cultural differences by comparing types of behaviors and addressing gender differences using a newly developed online data collection questionnaire. Comparisons are made to test the significance of any differences in prevalence rates between boys and girls and between each country and the others.
Methods

Participants
A total of 4,847 students (50.9% girls), aged between 7 and 19 years (M = 13.4, SD = 2.01), from eight European countries, Italy (N = 906), Spain (N = 678), France (N = 866), Poland (N = 810), Hungary (N = 624), Cyprus (N = 355) Bulgaria (N = 276), and Greece (N = 332) participated in this study. They were drawn from three educational levels: primary schools (M = 9.69, SD = 0.59), middle schools (M = 12.50, SD = 1.00), and high schools or technical or professional institutes (M = 15.43, SD = 1.21). The different numbers of schools in the different countries was due to funding and availability. Schools were urban or suburban; no rural schools took part in the study.
The Italian sample was collected from 6 schools (2 middle schools, 2 high schools, and 2 technical/professional institutes) located in Naples and the surrounding provinces (Southern Italy). The Spanish sample was recruited from 8 comprehensive schools (primary and middle schools) located in the area of Madrid. In France, there were 12 schools (5 primary schools and 7 secondary schools) located in Nice. The Polish sample was collected from 6 schools located in Bydgoszcz (3 primary and 3 secondary schools). In Hungary, students were recruited from 5 schools (2 middle schools and 3 high schools) located in Budapest, Nyíregyháza, Ócsa, and Tiszafüred. The Bulgarian sample was collected from 6 schools (2 comprehensive schools, 3 middle schools and 1 high school) in Sofia, Sillistra, and Burgas. In Cyprus 4 comprehensive schools were recruited in Nicosia and Larnaca. Greek students were recruited from 5 middle schools located in Thessaloniki, Athens, and Sérres. The schools were representative of the types of schools for students aged 7-18 (primary, middle, and high schools), although schools were not randomly selected.
Instruments
The instrument used was the Tabby online questionnaire, developed as part of the Tabby project and used in several studies (Baldry et al., 2018; Baldry et al., 2017) . To measure Cyberbullying and Cybervictimization, the typology of cyberbullying developed by Willard (2007) was used. This typology includes flaming (e.g., an online fight), denigration (e.g., sending or posting cruel gossip or rumors about the victim to damage his/her reputation), impersonation (e.g., posing as the victim and electronically communicating harmful or inappropriate information to others as if it was coming from the victim), outing and trickery (e.g., soliciting personal information from someone and then electronically sharing that information with others without the individual's consent), and exclusion (e.g., blocking an individual from buddy lists). The Tabby online questionnaire also includes other measures, some of which were used for the current study. These include socio-demographic information, use of the Internet (number of hours spent online), the presence of at least a social network profile, and direct knowledge of those who are contacted online.
To measure cyberbullying, and in accordance with what Thomas, Connor, and Scott (2014) and Kowalski et al. (2014) concluded in their reviews, it is preferable to use multiple items instead of a single one that might not capture the complexity and variety of cyberbullying even when a definition has been previously provided (Menesini et al., 2012) . Cyberbullying was measured using five items (flaming, denigration, impersonation, outing and trickery, and exclusion) that could have occurred in the previous six months. Students could answer on a 5-point Likert scale, with responses ranging from 0 (never happened), 1 (only once or twice), 2 (sometimes), 3 (about once a week), to 4 (several times a week). Example items were: "I pretended to be someone else, created a fake profile in order to send or post damaging messages about another person", "I disclosed online private information or images without the person's consent", and "I was actively engaged in excluding someone from an online group".
To measure cybervictimization, the same criteria were adopted. The same five items were used concerning the previous six months. To have single measures of cyberbullying and cybervictimization, two subscales were created for each country, measuring cyberbullying (total α = .77) and the cybervictimization (total α = .71). The two scales were also dichotomized into sometimes or more often versus once or twice or never.
Procedure
In all the eight participating countries, the same procedure and methodology were adopted; these had been discussed previously during a three-day workshop training. During the meeting, the first version of the questionnaire developed in English was presented, the possible cultural and linguistic differences were addressed, and then it was translated by native speaker researchers of each country into each of the other languages (Cyprus and Greece shared the same language), and back translated against the original. Data were collected during 2014 -2015, following custodial adults' consent and the approval of the institutional ethics committees in each country.
In each of the participating countries, students were approached in their classes by a junior and senior researcher from that country and then moved to the computer technology room (ITT), that all participating schools had available, to fill in the questionnaire. All students were seated in front of their own PC connected to the website containing the online questionnaire. They were told that they should fill in an online, anonymous self-report questionnaire regarding their experiences with the new communication technologies in the previous six months and that, if they wanted, they could withdraw and be involved in some other activities. No student withdrew from the study, and all participants completed the survey.
Students were also assured about the confidentiality of the study and the anonymity of the answers provided and that no one but the researchers could have access to the responses that, once provided, would automatically go into a database for subsequent aggregated analysis. Students filled in the questionnaire in the presence of a researcher and a teacher who monitored the data collection. They were given the opportunity to pose questions. The average duration of the data collection was 25 minutes.
Data analysis
Data analyses were carried out using the SPSS statistical package (version 21.0). First, cross-country gender differences in cyberbullying and cybervictimization were examined. Then, involvement in cyberbullying and cybervictimization was separately analyzed for boys and girls by comparing each country with all other countries. For all the analyses performed, and to investigate gender differences, odds ratios were used to measure strengths of relationships because (unlike chi-squared, for example) they are not influenced by sample size (Baldry et al., 2016) .
Results
Descriptive analysis
Characteristic of the sample are described in Table 2 , showing gender and age distributions as well as providing information about the use of the Internet. Girls were slightly more represented than boys in Hungary, but in all other countries the distribution was relatively even between boys and girls. At the time of the data collection, the information provided by students regarding their online habits revealed some country differences, with French students reporting the lowest rate (64.9%) of students having at least one social network profile, and Hungarian students reporting the highest rate (93.5%). While 75% of all Bulgarian students said that they knew personally all or almost all of their online contacts, Polish and Spanish students reported personally knowing all or nearly all of their contacts in 89.2% and 89.1% of cases respectively. Concerning the average estimated hours spent online not for study purposes, the students reporting the highest number of hours were from Bulgaria (30.1% reported at least five hours a day), and the lowest were from Italy, with 12.6% of all students reporting being online for five or more hours a day. 
Gender differences in cyberbullying and cybervictimization
The next step in the analysis was to investigate any significant gender differences within each country concerning all the types of cyberbullying and victimization, using odds ratios. Overall, in all countries, boys were more involved than girls in all types of cyberbullying, but these differences were particularly evident in certain countries. Table 3 shows that, concerning 'flaming' in Italy, Hungary, and Cyprus, boys were more likely to report perpetrating this conduct online. Concerning 'denigration', significant gender differences were only evident for Italy, with boys being almost twice as likely as girls to be involved. Concerning 'impersonation', gender differences show that boys were up to four times more involved in Italy, Poland, 84 
Notes.
ϯ p < .10; *p < .05; **p < .01; ***p < .001 OR = Odds Ratio C.I. = Confidence Interval Greece, and Bulgaria. With regard to 'outing', boys were between almost five times and two times more likely to be involved, respectively, in Italy and Hungary. Concerning 'excluding' someone, Spanish, French, Italian, Polish, and Hungarian students were between two and eight times more likely to be involved than girls. Concerning different types of cybervictimization, there were fewer gender differences. Overall, boys and girls were equally victimized. In Poland, boys reported being a victim of flaming twice as much as girls. In France, boys were less likely than girls to be victimized by denigration, whereas in Cyprus boys were more than six times as likely to be victims of impersonation compared to girls. In Bulgaria, boys were twice as likely to be victims of outing and, in France and Bulgaria, boys were excluded twice as often as girls.
Cross-country comparisons of cyberbullying and cybervictimization
Separately, involvement of boys and girls in cyberbullying and cybervictimization was compared for each country against all other countries by calculating odds ratios. Table 5 compares the total measures of cyberbullying and cybervictimization for each country against the rest. Concerning cyberbullying, Italian, Hungarian, and Bulgarian boys were more likely than boys in the other countries to perform such behaviors. French, Polish, Spanish, Cypriot, and Greek girls were less likely to cyberbully others, compared to the other countries. Concerning cybervictimization, Spanish boys were less likely to be cybervictims, whereas Bulgarian boys were much more likely to be cybervictimized. Bulgarian and Italian girls were more likely to be cybervictimized, whereas Polish and Spanish girls were much less likely. 
Number of hours online versus cyberbullying and cybervictimization
Being frequently online is an important risk factor for cyberbullying and cybervictimization. Over all countries, boys who spent more than four hours online per day were about twice as likely to become cyberbullies (32.6% versus 14.1%; odds ratio or OR = 2.94, 95% confidence interval or CI 2.33-3.72) and cybervictims (27.0% versus 14.0%; OR = 2.26, CI 1.77-2.89). Similarly, girls who spent more than four hours online per day were about twice as likely to become cyberbullies (20.6% versus 8.5%; OR = 2.81, CI 2.14-3.67) and cybervictims (23.6% versus 14.5%; OR = 1.82, CI 1.43-2.32).
Discussion
Across the globe, the Internet has become an integral, accessible, and relatively cheap way for young people to communicate, to gather information and to obtain entertainment, as well as to gain popularity, (Tsitsika et al., 2009; . However, Internet use carries specific risks, including cyberbullying and cybervictimization. The current study compared cyberbullying and cybervictimization across eight European countries to establish prevalence rates and significant national differences concerning types of behaviors and gender. The difficulty in comparing results between countries and between studies has often been caused by the different methodologies and measures used. Some of the limitations of previous studies were present also in the current research. Cyberbullying and cybervictimization were based on self-reports and, as with other cross-sectional studies, no causal conclusions can be drawn from the results. As with other cross-national studies, there could still be differences in the meaning of words, although back translations by experts minimized this risk. The different sample sizes between countries and sampling procedures could have affected which schools eventually participated in the study.
In spite of these limitations, the Tabby project conducted in Europe with the same open access online questionnaire, yields directly comparable information about the prevalence and nature of cyberbullying and cybervictimization. This online procedure reduces the possible bias of self-report data using traditional pen and pencil surveys, where students have to write their answers, and its better guarantee of anonymity may have encouraged more valid answers.
Overall, more than one in four adolescents reported being a victim of cyberbullying in the previous six months, with boys globally more involved than girls. Compared with girls, two to five times as many boys reported cyberbullying. This finding is consistent with those from other studies that have found gender differences in cyberbullying and cybervictimization (Tokunaga, 2010) . For example, Kowalski and Limber (2007) reported that, among a middle school sample, boys were more likely to be cyberbullies than girls. Similarly, another study found that significantly more girls were cyberbullied in the past month compared with boys (Dempsey, Sulkowski, & Nichols, 2009 ). In our study, we did not find that girls were more likely to be cybervictimized than boys, except in France.
As pointed out by Tsitsika et al. (2015) it is necessary to advance knowledge further about the gender gap in antisocial behavior and in cyberbullying. In school bullying, boys are more likely to be bullies, and girls are more likely to be victims of indirect forms. However, for cyber behavior, boys report more cyberbullying, but across countries, there were no significant gender differences in cybervictimization, or boys were sometimes more involved compared to girls. Based also on our findings, we should also investigate the methods and mechanisms through which girls and boys bully or are victimized online as well as the different forms of victimization online.
One possible explanation of gender differences in prevalence rates between boys and girls in school bullying and cyberbullying is that, as boys tend to be generally more aggressive than girls, girls are more likely to be subjected to aggression by both boys and girls. However, the online work and use of SNSs is more 'gender neutral' when it comes to cybervictimization, meaning that the types of behaviors that constitute cyberbullying are more concerned with verbal abuse or threats. Girls could be more likely to be cybervictimized when it comes to sexting, but we did not include this measure in this study, as the prevalence rates were not included as part of the global measure of cybervictimization and cyberbullying.
Being frequently online and having an SNS account are risk factors for cyberbullying and cybervictimization, as students are more likely to be exposed to the risk Erdur-Baker, 2010) . In our study, a high frequency of Internet use (more than 4 hours a day) as well as SNS use in particular (i.e., at least one social network account and not knowing all or almost all contacts), was present more in those countries reporting higher levels of cyberbullying such as Bulgaria. The most likely factor affecting reports of cyberbullying and cybervictimization may be the number of hours spent online.
Bulgarian students reported a higher number of hours and also had higher rates of cyberbullying. Conversely, Poland had fewer hours and lower rates.
These results are in line with another large-scale European study reporting that those children who were involved either as bullies or victims online were twice as likely to use SNS compared to those who were not involved (Staksrud, Ólafsson, & Livingstone, 2013) . In our study, the Greek, Italian, and Polish students reported spending less hours per day online compared to the others, which could explain in part the lower rates of involvement of both boys and girls in cyberbullying and cybervictimization, especially in Greece (Athanasiades, Kamariotis, Psalti, Baldry, & Sorrentino, 2015; Livingstone et al., 2011; Tsitsika et al., 2012) . The case of Spanish students is interesting, as they reported high rates of SNS use but also low rates of cyberbullying. A possible explanation is that in Spain many prevention programs have been developed in schools and online to increase awareness about the dangerous aspects of the Internet (Zych et al., 2015) .
Being online not for study reasons for quite some time during the day and making use of SNS may be considered risk factors for cyberbullying and cybervictimization (Juvonen & Gross, 2008) , especially for adolescents who have access to online communication from their smartphones and, in several locations, mainly from their own rooms with no supervision (Law, Shapka, & Olson, 2010) . The higher numbers of hours that Bulgarian and Hungarian students report spending online, that we found in our study, was reported also in other Eastern European countries in the EU Kids Online study .
Understanding the epidemiology of cyberbullying and cybervictimization across several countries, with regard to types of actions and gender differences, and addressing potential risk factors, is useful to inform the advantages and limitations of implementing global anti-cyberbullying programs. Evaluations of existing programs are encouraging (Gaffney, Farrington, Espelage, & Ttofi, 2019) , but more and better programs are needed. Our large-scale cross-national comparative research should contribute to this effort.
