Information security is not a new concept in the technological industry. Information security is one of the major study areas in computer information systems. Due to the increasing popularity and dependency over internet, the need for proper information security has increased. There are new security paradigms arising every day to increase the information security. Determining the quality and value of the information, to set the proper system qualities to implement proper security is of high importance. However, the requirement of a more effective solution to be implemented in order to prevent the increasing security threats against the information on internet. Information security requires the integration of different perspectives including mathematical evaluation, technical evaluation, economic perspective and social perspective. Hence, in this paper, we are proposing an integrated framework to ensure information security over the internet. In the proposed framework, we incorporate mathematical and logical analysis techniques by incorporating methodological strategies and procedures along with different analysis techniques which will have different factors causing risk as the input parameters and generates one output -risk, which is expressed as in terms of probability. Thus, the proposed 1 / 2
