Introduction
Watermark signal is transmitted over the watermark channel while the host data together with possible external attacks acts as part of the channel noise and also robust to noise and attacks, watermarks are also required to be imperceptible and carry an adequate capacity of information. This not only makes the watermark vulnerable to noise and attacks but also limits severely the amount of information the watermark can carry. Under certain conditions the channel capacity as well as the error rate can be improved by applying optimum decoding principles and error correcting codes.
With great development of information technology and computer network, digital multimedia such as image, video and speech, is being transmitted, duplicated and stored over the Internet conveniently. These days video media is the center of attentions with regard to the high volume of its products. Information watermarking is the embedment of a hidden message within another signal. The most important issues in video watermarking are invisibility of the watermark and the resilience of watermarking to attacks. A lot of watermarking methods have been proposed to improve both of these aspects. the watermark data embedded in the different domains, video digital watermarking algorithm can be divided into two categories of the original domain and compressed domain watermarking.
Video watermarking approaches can be classified into two main categories based on the method of hiding watermark bits in the host video. The two categories are: Spatial domain watermarking where embedding and detection of watermark are performed by directly manipulating the pixel intensity values of the video frame. The advantage of the method of embedding the watermark in the original domain is the simple of the idea and low complexity. Its disadvantage is the poor performance of the robustness and invisibility. LDPC, improving the robustness of video watermarking algorithm in the original domain. Video watermarking scheme based on DWT, using the DWT coefficients to embed watermark. The H.264 standard represents an evolution of the existing video coding standards. It has been jointly developed by the ITU-T Video Coding Experts Group and the ISO/IEC Moving Picture Experts Group in response to the growing need for higher compression of moving pictures.
II. Watermark Generation
The design of a watermarking system is the generation of the watermark signal to be embedded within the host video. Besides the watermark information, i.e. the information which is to be embedded within the original video, watermarking technique improves the robustness of watermarks to geometric attacks without sacrificing the security of the mark.
III. Discrete Wavelet Transform
The Discrete Wavelet Transform (DWT) is used in a wide variety of signal processing applications. 2-D discrete wavelet transform (DWT) decomposes an image or a video frame into sub-images, 3 details and 1 approximation. The approximation sub-image resembles the original on 1/4 the scale of the original. The 2-D DWT (Fig. 2) is an application of the 1-D DWT in both the horizontal and the vertical directions. DWT separates the frequency band of an image into a lower resolution approximation sub-band (LL) as well as horizontal (HL), vertical (LH) and diagonal (HH) detail components. Embedding the watermark in low frequencies obtained by wavelet decomposition increases the robustness with respect to attacks that have low pass characteristics like filtering, lossy compression and geometric distortions 
IV. Low Density Parity Check
In this paper we investigate error correction for watermark channels using low-density parity-check (LDPC) codes. It is not only theoretically shown that LDPC codes are very good when decoded with an optimal decoder but also empirically demonstrated that these codes have excellent performance with a practical decoder. the implementation of watermarking system there is a trade-off between the chip rate and the communication rate of the code. Essentially any error-correction scheme relies on introducing redundancy to the transmitted information. the chip-rate was defined as the ratio M=N, where a total of M DWT coefficients were available for the embedding of N bits of watermark information. the chip-rate indicates the number of DWT coefficients an information bit is embedded onto and can be measured in coefficients/bits Obviously, the energy per bit is closely related to the chip-rate: an increase in the chip rate translates into an equivalent increase in the bit energy.
Algorithms for watermarking using DWT and LDPC a) Embedding Procedure
Step 1: Convert the n × n binary watermark logo into a vector W = { w1, w2 , ……, wn × n } of '0's and '1's.
Step 2: Divide the video (2N × 2N) into distinct frames.
Step 3: Convert each frame from RGB to YUV colour format.
Step 4: Apply 1-level DWT to the luminance (Y component) of each video frame to obtain four sub-bands LL, LH , HL and HH of size N x N .
Step 5: Divide the LL sub-band into k non-overlapping sub-blocks each of dimension n × n (of the same size asthe watermark logo).
Step 6: The watermark bits are embedded with strength α into each sub-block by first obtaining the principal component scores by Algorithm 2. The embedding is carried out as equation 1. score W = +α (1) where i score represents the parity matrix of the ith sub-block.
Step 7: Apply LDPC Decoder on the modified ldpc components of the sub-blocks of the LL sub-band to obtain the modified wavelet coefficients.
Step 8: Apply inverse DWT to obtain the watermarked luminance component of the frame. Then convert the video frame back to its RGB components.
b) Extraction Procedure
Step 1: Divide the watermarked (and possibly attacked) video into distinct frames and convert them from RGB to YUV format.
Step 2: Choose the luminance (Y) component of a frame and apply the DWT to decompose the Y component into the four sub-bands LL , HL , LH , and HH of size N×N.
Step 3: Divide the LL sub-band into n × n non overlapping sub-blocks.
Step 4: Apply PCA to each block in the chosen sub band LL by using Algorithm 2.
Step 5: From the LL sub-band, the watermark bits are extracted from the principal components of each subblock = − where 'W is the watermark extracted from the ith sub block.
V. Experimental Results
The proposed algorithm is applied to a sample video sequence using a 32 × 32 watermark logo. 
VI. Conclusion
The implemented watermarking system operates in the spectrum domain where a subset of the discrete wavelet transform (DWT) coefficients is modified by the watermark without using the original image during watermark extraction. low-density parity-check codes improve the error rate significantly. We have shown that the capacity of the watermark can be increased significantly. when applying LDPC coding prior to embedding. The quality of watermark is evaluated by taking into account the trade-off between the chip-rate and the rate of LDPC codes.
