With incoming Industry 4.0 implementation, RFID technology is becoming one of the main part for (not only) automotive industry, as a source to identify any inconsistencies or failures in automated processes. Its implementation in the automated workplaces is conditioned by the real-time data collection depending on workflows and increasing demands for processing, and publishing of these data. As such, RFID technology enables the real-time data integration from objects as well as from people or inventory management, asset management and monitoring, alarm collection and evaluation, predictive maintenance, and overall critical digital communications.
INTRODUCTION
Radio Frequency Identification Technology (RFID) is a wireless communication technology that allows users to uniquely identify objects by using electromagnetic waves. Automated workplaces capable for collecting, transmitting, and evaluating information help us to improve various aspects of information processes and increase the level of automation as one of the key points for greater deployment of Industry 4.0 and efficiency of automated operations as such [1] . One of the most common reasons for implementing RFID in Slovakia is traceability of goods (or products). Another, though less specific, reason is to gain a competitive advantage. On a larger scale, use of technology can be enforced by either the manufacturer or the vendor, but is currently considered too expensive. This modern technology is not yet sufficiently widely used in Slovakia and there is no indication so far that this technology is massively introduced in e.g. logistics. However, testing projects keep continuously increasing in various other industry areas [2] .
The main reason is the cost of implemented technology being, weak of competitive pressure, ignorance of managers who do not trust the new developed technologies. The RFID system consists of the RFID tags consisting of a microchip with an antenna and a reader with an antenna [3] . The reading device emits electromagnetic waves to which the marker antenna is tuned. For passive RFID tags, the field thus generated are used to power the microchip circuitry; for active RFID tags, energy is obtained from battery power. The microchip then generates waves that the tag sends back to the reader, which converts them into digital form. The principle of RFID technology is shown in Figure 1 . [2] The RFID technology brings several advantages:
 automatic data collection without human intervention,  chip for identification can be placed invisibly and still be legible,  accurate, unambiguous marking and thus traceability of each single piece in industry,  interconnection of chips with sensors.
ISO standard
Owing to different techniques of using contactless cards from different manufacturers, it was necessary to develop standardisation. Currently, three standards are being used (ISO/IEC 14443, ISO/IES 10536, and ISO/IEC 15693). Each of these standards includes multiple technical solutions. Terminals must be compatible with all capabilities offered by the standard [4] . 
ISO/IEC 15 693
The Standard in original "Identification cards -Contactless integrated circuit(s) cards -Vicinity cards", describes properties and working modes of contactless cards with range from 1 to 1.5 m. Systems according to this standard operate on the frequency of 13.56 MHz. This type of card is used preferentially in applications where there is no need for contactless card to be in the hands of user, it can remain in the wallet, purse, etc. However, this Standard has not yet found a widespread use in the smart card systems [5] .
METHODOLOGY
Application of methodologies for deploying the RFID technology to automated workplaces depends mainly on whether these investments bring savings to businesses and businesses in other areas as well. This applies to tracking stocks in warehouses as well as tracking other data necessary for better process planning [6] . Since this technology uses radio waves that are influenced by many factors (environmental impact, interference, reflections from obstacles, absorption, bending…), the principles of amplitude modulation and demodulation used in RFID need to be known, see Figure 2 . Carrier signal with amplitude un and carrier frequency ωn can be determined as:
Modulating signal with amplitude um and frequency Ω can be determined as:
Amplitude modulation is generated by adding um(t) to the amplitude of carrier signal. By substitution to the equations, we get a relation for modulated signal:
After multiplying, we get:
The combination of two trigonometric functions with different arguments is divided by the relationship:
We get an expression in which it is easy to see that modulated signal consists of one carrier, a sum and a difference band:
( ) = × cos ( ) + The course of amplitude modulation can be described by the relationship:
( ) = (1 + × cos( ) × cos( )).
Coefficient m represents the amplitude modulation index and applies:
If we express the amplitude modulation factor in percentage, we get modulation depth am:
Demodulation is a process by which we get back a low-frequency modulation signal from a modulated high-frequency signal (modulated data from an RFID tag in our case). We divide the amplitude demodulation into asynchronous and synchronous. For proper operation of demodulator, an RC member must have a suitably dimensioned time constant τ. For τ = RC in the condition:
where Ωmax is max of modulation signal frequency and ωn is frequency of carrier signal. When we consider a harmonically modulating signal fm(t) and frequency Ω, so at the input of demodulator, we get the following voltage:
If a reference signal is available in the form:
after multiplying, we get:
One-way component will be filtered out by a lower pass filter.
In synchronous demodulation, input signal may show a significantly lower level, which positively affects stability. Another advantage of synchronous demodulation is better linearity and a more favourable signal/noise ratio. The lack of synchronous demodulation requires a reference carrier wave and greater circumferential complexity [7] .
DESIGN
Wireless data collection from automated workplaces will use the Arduino-based algorithm. The designed algorithm serves as a tool for collecting and organizing product information, orders, statuses, or other workplace data, see Figure 3 .
Figure 3 Proposed algorithms for communication
Reader can detect easily a tag in its range. The distance is the critical parameter in power consumption. When a tag is absent, a lot of power losses occur, which due to the constant process of powering-up the component blocks of the reader, for example the demodulator and RF generator. This is basically a standard, as the typical system tries to read/detect the tag. Another way to minimize the energy consumption is optimizing the data volume to be transmitted, signal processing in the RFID tag, and the percentage of time the embedded RFID tag is on by using the sleep/awake protocol algorithm. The embedded RFID tag is battery powered, and therefore requires power efficient hardware and a minimum amount of signal processing [8] .
Processing of data collection is based on the database usage with Visual Basic interface. The database serves as a tool for collecting and organizing the product information, orders, statuses, or other workplace data. Visual Basic provides a simple graphical customization with options to create various icons, objects, and any customizations [9] . After creating the environment in each section, we can assign an action program to the icon. Programming in this environment is generally considered to be the best choice, especially for easy publishing of the designed program. Visual Basic can work with Excel, MySQL and other databases. Many databases start as a list in a word processor or as a table. When the list is expanding, data becomes redundant and inconsistent.
CONCLUSION
Proposed RFID algorithm in combination with appropriate devices and sufficient financial resources enables a full-featured tracking of objects at selected automated workplaces. Note, that the more automation progresses, the more likely it is to implement some form of tracking. Especially, when deploying a greater range of automation in workplaces, ability to manually track on-going processes or applications to track something going on in these processes is reduced. This is particularly evident in the robotized workplaces where one has no access to safety.
