The conventional security technology for WSN is mainly focused on improvement to the system's antiinvasion ability; however, seldom concerns how the system should go on providing external services after the invasion and failure, leading to the system's low survivability. In addition, base station is a keyport for WSN. Therefore, software rejuvenation technology is introduced into the construction of a survival model for WSN base station, in order to improve the overall WSN survival performance.
