The development of information technology and the abundance of problems related to vehicular traffic have led to extensive studies on vehicular ad hoc networks (VANETs) to meet various aspects of vehicles, including safety, efficiency, management, and entertainment. In addition to the security applications provided by VANETs, vehicles can take advantage of other services and users who have subscribed to multiple services can migrate between different wireless network areas. Traditionally, roadside units (RSUs) have been used by vehicles to enjoy crossdomain services. This results in significant delays and large loads on the RSUs. To solve these problems, this paper introduces a scheme to share data among different domains. First, a few vehicles called edge computing vehicles (ECVs) are selected to act as edge computing nodes in accordance with the concept of edge computing. Next, the data to be shared are forwarded by the ECVs to the vehicle that has requested the service. This method results in low latency and load on the RSUs. Meanwhile, ciphertext-policy attribute-based encryption and elliptic curve cryptography are used to ensure the confidentiality of the information.
Introduction
Vehicular ad hoc networks (VANETs) is an application of the mobile ad hoc network in the transportation field and is a multi-hop mobile wireless communication network that was first mentioned in 2001 [1] . The core idea of VANETs is that vehicles are automatically connected to the mobile network within a specific communication range and these connected vehicles are able to exchange information, such as speed, location, and data sensed by on-board sensors. VANETs communication modes include inter-vehicle communication (V2V, vehicle-tovehicle) and communication with public infrastructure (V2I, vehicle-to-infrastructure) that realize real-time information exchange and serve people's transportation [2] .
VANETs typically consist of three parts, namely, a trusted authority (TA), a roadside unit (RSU), and an on-board unit (OBU). The TA, which is a trusted management center with high computing capacity and storage, is responsible for registering and issuing secret key materials. The RSU, located on both sides of the roads, interacts with vehicles through wireless channels and serves as a bridge between the vehicles and the TA. OBU, which is a computing device equipped in a vehicle, is in charge of V2V and V2I communications, dealing with the release and reception of traffic messages and improving the user's driving experience [3] .
Through RSUs, VANETs can provide convenient services such as notifying the nearest restaurant and gasoline stations and acting as a gateway by connecting with the Internet and mobile communication network to provide electronic toll collection service and in-vehicle entertainment services, such as downloading movies. Users can effectively monitor the driving condition of vehicles with respect to different functional requirements and provide comprehensive services that can greatly facilitate passengers' travels and enrich their travel journeys.
Development of information technology has given rise to the demand for information gathering and information sharing among different networks. Data collected within one domain may not satisfy users because the required data may be present in another management domain. For example, a Twitter user may want to share data with another user who has an account on Instagram but not on Twitter. Therefore, a secure way to share data between different domains is needed. The main problems encountered during cross-domain sharing are data security and authentication among different domains [4] . The dynamic movement of vehicle nodes in VANETs has given rise to the authentication problem during crossdomain access. The traditional method for vehicles to enjoy cross-domain services relies on RSUs and causes significant delays and large loads on the RSUs.
We have introduced the concept of edge computing to overcome the cross-domain sharing problem. Edge computing is a technology that allows computing to be performed at the edge of a network so that computing occurs near data sources [5] . Traditionally, transmission, storage, and computing have been designed separately for the convenience of management; however, these separate resources cannot satisfy the latency and quality requirements of the service. By contrast, edge computing allows deep integration of transmission, storage, and computing. For example, because edge computing allocates a large amount of computing power near a mobile device, such as a vehicle, the majority of the data are processed and stored at the edge, thereby decreasing the delay in providing information and computing resources to the user. In addition, at present, the shared pools for configuring various resources (e.g., computing networks, servers, storage, applications and services) are centrally located to facilitate management, coherence, and economy. However, a fully centralized approach impedes large-scale connections, large-scale transmissions, and latency. Therefore, edge computing is used to realize the decentralization of shared resources that are distributed along the continuum from the cloud to things. Centralization improves efficiency and flexibility, while decentralization decreases latency and improves capacity and scalability [6, 7] .
The resources of computing, communication, storage, and control are distributed among all the nodes. The structure of nodes along with their capabilities of storage, computing, and networking are different. It is imperative that the various communication modes as well as the nodes cooperate with each other to optimize the use of resources and improve the performance of data sharing. Furthermore, a few edge computing nodes are needed to function as data sources. An edge computing node can be perceived as the administrator of one domain and is responsible for sending and processing data [5] . Edge computing nodes can reduce delays by processing and analyzing simple data generated by edge devices, passing on only the necessary results and complex data to the remote cloud. By aggregating information from edge computing nodes, a cloud service provider (CSP) can obtain real-time traffic and data requests and, subsequently, schedule data caching and coordinate resources among different domains. In our research, we select several vehicles to act as edge computing nodes.
The points to be considered when selecting an edge computing node are as follows: (1) availability of adequate computing resources, (2) high social centrality implying a greater possibility to contact other nodes and a high data sharing efficiency, and (3) availability and selection of vehicles that offer a wider coverage of routes to share data among a large number of nodes. All OBUs communicate with edge computing nodes and provide information that includes the list of their current neighbors, the channel capacity of each neighbor's link, and the identifiers of the cached and un-cached data items. Subsequently, edge computing nodes inform the published scheduling decisions to all the relevant OBUs. Next, each node obtains the shared data that they requested from their neighbors based on the scheduling decisions [3, 6] .
In this paper, we propose a secure scheme based on edge computing for data sharing among different domains. As shown in Fig. 1 , in accordance with the concept of edge computing, we select some vehicles, called edge computing vehicles (ECVs), to act as edge computing nodes. ECVs integrate the information obtained from the OBUs and the RSUs and schedule the data conforming to the requests made by vehicles. Each ECV manages the domain it resides in. Requests and responses for data sharing between two domains are transmitted through the CSP and their respective ECVs. This shared data is encrypted by elliptic curve cryptography (ECC). The message that needs to be shared among users in two domains uses the resource pool as its carrier for access and storage and is encrypted by ciphertext-policy attributebased encryption (CP-ABE) to ensure confidentiality. Different from the traditional public key encryption, the attribute-based encryption (ABE) algorithm embeds the attribute set and policy into the ciphertext and user's private key so that the decryption process is actually matching the set of attributes with the strategy. If the matching is successful, the algorithm will complete the decryption operation and the user will recover the plaintext data. CP-ABE, with policy being embedded in ciphertext, which means that the data owner can determine those who have access to the ciphertext by setting policies, makes an encryption access control for the data that can refine the granularity to the attribute level. Therefore, from the perspective of encryption calculation overhead and storage overhead, CP-ABE has an advantage in performance compared to the traditional public key encryption algorithm in the data encryption sharing scenario. Throughout this process, we use system parameters that are set by TA and stored in a tamper-proof device (TPD) to perform pseudo-identitybased message signing and authentication that guarantees the anonymity of the message owner and security of the message transmission.
Our solution enables efficient and dynamic data sharing between vehicles in different domains, which will greatly facilitate vehicle users in practical applications. For example, there is a moving vehicle with a lower oil level that needs to know the location of nearby gas stations, then by using our scheme, it can quickly obtain real-time information through the interaction of ECVs. As far as we know, there is no research on combining ECC with edge computing for cross-domain data sharing, so we explored and proved its feasibility and significance.
The main contributions of this paper can be summarized as follows:
(1) We propose a scheme that uses edge computing to achieve cross-domain sharing, which can improve the efficiency of vehicles to obtain the data they need for service and greatly reduce the load on RSUs. (2) We apply a method that combines ECC, CP-ABE, and a message signature authentication mechanism and provide a security analysis that proves the security of our scheme.
The rest of this paper is organized as follows: Section 2 briefly mentions the related work. In Section 3, we introduce the fundamental background of ECC and CP-ABE. Thereafter, our proposed scheme is described in Section 4. Proof and analysis are provided in Section 5. Finally, we conclude our work and discuss future research directions in Section 6.
As for the experiment in our paper, we conduct an experiment to evaluate the performance of the proposed solution. Our experiments are tested on Ubuntu 14.04 platform with two cryptography libraries including MIR-ACL [8] and Crypto++ [9] . By measuring the computation time of some basic cryptography operations, we learn about the computation performance of our proposed scheme and compare it with other related schemes. The experimental results show that compared with the other two existing data sharing schemes, our scheme can reduce the computation overhead in the process of transmitting messages which means that our proposed scheme can suit the real VANETs scenario better. Besides, the cryptography and correctness analysis are used to guarantee that our proposed can resist common attacks of VANETs.
2 Related work
Privacy protection of VANETs
In 2006, Zeng [10] proposed a pseudonym public key infrastructure (PKI) solution based on public key infrastructure, in which vehicles can generate pseudonyms themselves so as to reduce the overhead of communication with the certification authority (CA). In 2007, Lin et al. [11] presented a privacy protection protocol based on the combination of a group signature and an identitybased signature (IBS). Anonymity and traceability can be guaranteed by using a short group signature to sign messages, while bandwidth can be saved by using the identity-based signature scheme. However, the group signature schemes have such problems as maintenance of the revocation list. In 2008, Zhang et al. [12] introduced an efficient batch signature verification scheme, intending to solve the problem that it is difficult for RSUs to simultaneously verify multiple received signatures in V2I communication mode. The scheme can greatly reduce the overall time and transmission overhead, but it is vulnerable to replays and non-repudiation attacks. In 2015, Horng et al. [13] proposed a scheme based on the certificateless signature, which solved the complex certificate management problem of the traditional PKI-based schemes and the key escrow problem in IBS. Conditional privacy protection will be achieved by mapping the message broadcast by vehicles to different pseudo-identities. And authorities can retrieve real identity from any controversial pseudo-identity. However, this scheme only considers V2I communication and lacks support for malicious vehicles revocation. In 2016, Vijayakumar et al. [14] proposed a dual authentication scheme and a dual group key management scheme, which have high computational efficiency and can safely distribute group keys to vehicle groups. However, it is vulnerable to replay attacks when reusing previously acquired messages. In 2017, Azees et al. [15] presented an efficient anonymous authentication scheme which has an efficient tracking method to avoid malicious vehicles entering VENETs. But the scheme leaves out of considering non-framework, which can guarantee that members' signatures are not forged by others. A new efficient certificateless short signature (CLSS) scheme is designed by Tsai [16] using bilinear pairing, which takes a group element as the signature length and takes on the lower computational cost of signature generation and signature verification. After a formal security analysis, the solution proposed proved to be safe for both super I and super II opponents. In 2018, Pournaghi et al. [17] proposed a scheme based on a combination of RSUs and TPD. Storing the system key and main parameters in the TPD of RSUs ensures that the entire network will not be affected too much when a single OBU hazard or attack occurs. Asaar et al. [18] found that the authentication scheme proposed by Liu et al. [19] using proxy vehicles to reduce the computational overhead of RSUs does not guarantee the authenticity of the message, nor can it resist the modification of the attack and the invalid signature of the batch. So, they designed a new identity-based message authentication scheme using proxy vehicles and demonstrated the security of the scheme on the elliptic curve discrete logarithm problem. Islam et al. [20] introduced a passwordbased conditional privacy protection authentication and group key generation (PW-CPPA-GKA) protocol for VANETs, which can provide some functions like groupkey generation, user departing, user joining, and password modification. Because PW-CPPA-GKA is bilinearpairing-free, it is lightweight in terms of computation and communication. Cui et al. [21] proposed an authentication scheme using the Cuckoo filter. In their scheme, the ideal TPD is no more necessary and the computation overhead is very low. In recent years, researchers have made great progress in the privacy protection of vehicle network [22] [23] [24] .
Data downloading or sharing
In 2007, Sago et al. [25] grouped vehicles according to locations and estimated future routes. Then, they made predictions about the data items that might be transmitted between different groups in the near future in order to improve the availability of data shared between vehicles. In 2010, Zhang et al. [26] intended to improve the performance of content sharing in VANETs and proposed Roadcast, a popularity-based P2P sharing scheme. On the one hand, Roadcast relaxes the query requirements of users and makes it faster for users to query the content they want. On the other hand, Roadcast returns the most popular content related to queries under the influence of two components (popularity aware content retrieval and popularity aware data replacement) and increases opportunities for spread and share of popular data. Therefore, the overall query delay is reduced. However, data transmitted between any two parties may get compromised, and several attack method has been proposed such as [27] . Hence, data privacy and security issue should be paid attention to. Some efficient schemes that focus on solving these issues have been proposed such as [28] [29] [30] . In 2013, Hao et al. [31] proposed a secure co-downloading framework for paid services of VANETs. Data downloading takes place when the vehicles enter the range of RSUs and data sharing takes place after the vehicles leaving it. The application layer data sharing protocol they proposed coordinates the vehicles based on location to transfer the data to be shared. This cooperative sharing can effectively avoid conflicts in the media access control (MAC) layer and hidden terminal problems in multi-hop transmission and can ensure that each vehicle near the RSUs can receive the requested data. In 2014, Wu et al. [32] used evolutionary games (EG) to implement multimedia services and data sharing among VANETs vehicles. This scheme presents a repeated game "More Pay for More Work (RGMPMW)" incentive mechanism based on service evaluation information. In 2017, Lai et al. [33] proposed an effective cloud-assisted scheme for data storage and query in VANETs. The cloud calculates the transfer strategy of the data query result by solving the linear programming problem. This scheme integrates the cloud, in-vehicle network, and 4G technology, and processes and transfers queries to corresponding communication channels based on the cost and time of the query, which greatly improves efficiency.
Edge computing
Cloud computing service which mainly contains SaaS (software as a service), LaaS (infrastructure as a service), PaaS (platform as a service) [34] is very popular in recent years because it can decrease the terminal running costs. However, cloud computing cannot process data timely. Given the recent proliferation in the number of smart devices connected to the Internet, the era of Internet of Things (IoT) is challenged with massive amounts of data generation. Edge computing or fog computing is gaining popularity and is being increasingly deployed in various latency-sensitive application domains including industrial IoT [35] .
In 2016, Shi et al. [36, 37] described the application prospects of edge computing, pointing out that edge computing will play an important role in solving delays, limited battery life, bandwidth cost, data security, and privacy issues. In 2017, Mao et al. [38] conducted a comprehensive survey of MEC from the perspective of communication, discussed some challenges and directions of the research, including MEC system deployment, mobility management, and privacy awareness, and introduced some typical application scenarios of edge computing. Ren et al. [39] studied the application of edge computing in the field of Internet of Things. They implemented an extensible Internet of Things platform based on transparent computing using edge computing, which proves that edge computing can enhance the scalability of lightweight Internet of Things devices. In 2018, Roman et al. [40] introduced several of the most important edge examples, which indicated the challenges and potential synergies of mobile edge computing (MEC). Yuan et al. [41] studied how to meet the need of real-time access services in the autonomous driving process using MEC technology and proposed a two-level edge computing architecture to coordinate vehicular content sharing by making full use of base stations on wireless edge. The simulation results show that the proposed solution can significantly reduce the backhaul and wireless bottleneck of the cellular network.
Fan et al. [5] first linked edge computing to crossdomain access. The proposed edge computing model effectively solves the authentication problem between different domains through edge computing nodes and cloud links. Meanwhile, the RSA algorithm and CP-ABE guarantee scheme security to achieve cross-domain sharing. Luo et al. [6] studied the distribution problem of vehicular content in 5G-VANETs. In order to allocate large amounts of data, a two-layer hierarchical structure based on edge computing was designed. The upper layer coordinates base station resources and handles unbalanced traffic, while the macro base station (MBS) of the lower layer supports cooperation among different communications and coordinates content requests among vehicles. After data prefetching into RSUs and vehicles, the RSUs and the vehicles act as data sources to provide content download services for the neighboring vehicles, and the data is scheduled by the MBS and propagated between RSUs and the vehicles.
Background

Elliptic curve cryptography
ECC is an algorithm based on elliptic curve mathematics for public key cryptography, which is first proposed by Miller [42] and Koblitz [43] . Under the same security conditions, ECC has a key with a shorter length compared to other public key cryptographic algorithms. An elliptic curve is a collection of points that satisfy a particular equation, while a definite elliptic curve cryptosystem can be determined by a maximum prime number, an elliptic curve equation, and a common point on the curve.
For an elliptic curve equation E, there are an infinity point O and an operator + called addition in the mathematical principle. It has the following properties:
(1) Unit element:
(2) Reversibility: P + (−P) = O, for all P ∈ E. (3) Associative law: (P + Q) + R = P + (Q + R), for all P, Q, R ∈ E. (4) Commutative law: P + Q = Q + P, for all P, Q ∈ E. (5) Specific calculation: Given two points P 1 and P 2 on E, there must be a third point P 3 = P 1 + P 2 on E, and it can be determined by the connection between P 1 and P 2 . (6) Multiplication: Ellipse scale multiplication is an extension of elliptical addition. Given the point P on E, then kP = P + P + … + P(k times).
In ECC, given the elliptic curve E, the base point G , and the point xG, then we take xG as the public key and take x as the private key. According to the natures of the elliptic curve, we can know that it is very simple to obtain the public key when the private key is known, but it is quite hard to find the private key when the public key is known. This is the elliptic curve discrete logarithm problem (ECDLP), whose difficulty guarantees the security of the elliptic curve cryptography.
Ciphertext-policy attribute-based encryption
In 2017, Bethencourt et al. [44] proposed the CP-ABE scheme. In CP-ABE, the ciphertext corresponds to the access structure while the key corresponds to the set of attributes. The encryption part encrypts data using public parameters and the user decrypts the ciphertext using the attribute-based private key. Since the policy is embedded in the ciphertext, the data owner can define access control policy to determine users who can access the ciphertext. The process of CP-ABE is as follows:
(1) Setup: The setup algorithm outputs the public parameter PK and a master key MK. 4 Our scheme
System model
As shown in Fig. 1 , our model consists of five types of entities: a trusted authority (TA), a roadside unit (RSU), a cloud service provider (CSP), edge computing vehicle (ECV), and ordinary vehicle user (OVU).
(1) TA: As a trusted management center with high computing capacity and storage, TA generates and publishes common system parameters about the secret key to all vehicles. After receiving the request of data sharing from another domain, the ECV encrypts the list of attributes of its domain with ECC. (5) OVU: OVUs can either encrypt data according to the policy and send it to the resource pool as data requesters or can access and decrypt the data of the resource pool as other users.
System initialization phase
We need some necessary system parameters which are generated by the TA and preloaded into the tamperproof device (TPD) of all vehicles. TA randomly selects two large prime numbers p and q, a non-singular elliptic curveE : y 2 = x 3 + ax + b mod q, and a generator element G randomly selected in the group.
TA randomly selects k s ∈Z Ã q as the system private key and calculates K s = k s G as the system public key.
TA randomly selects k R ∈Z Ã q as the private key of RSUs, calculates K R = k R G as the public key of RSUs, and sends k R to RSUs.
TA chooses a secure hash function: h : {0, 1} * → Z q . TA assigns a real identity RID and password PWD to each vehicle and preloads {RID, PWD, k s } into the TPD of the vehicle.
TA randomly selects two numbers α, β ∈ Z q as public parameters for encryption and decryption.
TA publishes common system parameters {p, q, a, b, G, K s , K R , h, α, β} to all vehicles.
ECV election method
In this paper, we consider two criteria when selecting ECVs: closer distance from RSUs and enough available computing resources. In our proposed scheme, we adopt the same election method as that of the scheme of Cui et al. [3] .
Process of constructions
Assuming that the OVU in domain A denoted by OVU A wants to share data with users in domains B, first, OVU A sends data sharing request and public key K A to the edge computing vehicle ECV B in domain B through ECV A and CSP. Then, ECV B derives the symmetric encryption key S from K A and returns the attributes set of domain B which encrypted by S to OVU A through CSP and ECV B . Finally, OVU A defines policy according to the set of attributes and encrypts the message as well as sends it to the resource pool where users in domain B can access to. Here, we describe the specific process of the proposed scheme in detail, as shown in Fig. 2 . First, OVU A needs to send its real identity RID and password PWD to TPD for authentication. If these two values are inconsistent with the pre-stored values in the TPD, the authentication will fail and the next service will be rejected. After the identity is successfully verified, TPD will calculate the pseudo-identity PID i ¼ fPID Therefore, OVU A sends fPID OVU A ; T OVU A ; K A ; req; sigð K A Þ; sigðreqÞg to ECV A finally.
(2) ECV A and CSP process: After receiving the message, ECV A verifies the integrity of the message and the legality of the message signature. According to some formulas above, we can know that:
i Á h ðm‖T Þ can be used to verify messages. If the calculation results on the left are equal to the one on the right, the verification is successful. Otherwise, the verification fails.
ECV A sends the message to CSP. After receiving the message, CSP decrypts the request to determine that the After that, ECV B uses S and symmetric encryption scheme to encrypt the attribute list of domain B denoted byL B , and the encrypted ciphertext is c = ENC S (L B ).
Finally, ECV B sends the message signature pair fPID ECV B ; T ECV B ; R; c; sigðRÞ; sigðcÞg signed for R and c to OVU A through CSP and ECV A . First, according to the known conditions, the following equation exists: S = rK A = rk A G = k A R. Then, we can calculate S = k A R to get the same key S as generated by ECV B and take it as the session key. Finally, the attributes list L B can be gained by decryption with the symmetric encryption scheme: L B = DEC S (c). OVU A can use CP-ABE scheme to encrypt data and define a policy to determine users who can access the ciphertext.
We define system public key as SPK = g, e(g, g) α , g β , f 1 , … , f X , where g is a generator, random numbers α, β ∈ Z q , and random numbers f 1 , … , f X correspond to the x attributes of L B .
OVU A defines access control policy (M, ρ). M is a share-generating matrix with x rows and y columns. For i = 1, … , x, function ρ(i) associates the ith row of matrix M to an attribute of list L B . OVU A selects a random vector v ! ¼ ðγ; t 2 ; …; t y Þ∈Z y q , where t 2 , … , t y are randomly chosen to share γ, then calculates
is the vector corresponding to the ith row of M. fλ i ¼ ðM v ! Þ i g i∈f1;…;xg are valid shares only when there is a set of constants {w i ∈ Z q } i ∈ {1, … , x} such that the equation X i∈f1;…;xg w i λ i ¼ γ holds. In this case, the user can decrypt the ciphertext. Assuming that OVU A wants to share the message m, the system public key SPK is used to encrypt m. First, calculate C = me(g, g)
αγ and C ' = g γ . Meanwhile, for all rows of the matrix M, i.e., for i = 1, … , x, calculate
ρðiÞ and D i ¼ g r i , where r 1 , … , r x ∈ Z q are chosen randomly by OVU A . Therefore, the ciphertext that published by OVU A is
Finally, OVU A sends CT to the public resource pool to which the users in domain B can access.
(6) Users decryption: Users use attribute-based privacy key to decrypt the ciphertext. The private key of a user with attributes A in domain B is defined as:
Users whose attributes satisfy the access structure can gain the message m by calculating the following formula:
Analysis of our scheme
In this section, the correctness proof and security analysis and efficiency analysis of our scheme are given.
Correctness of the CP-ABE scheme
A user who is qualified to access and decrypt the ciphertext has attributes that satisfy the access structure, which means his fλ i ¼ ðM v ! Þ i g i∈f1;…;xg are valid. Thus, there exist constants {w i ∈ Z q } i ∈ {1, … , x} to make the equation X i∈f1;…;xg w i λ i ¼ γ set up. The correctness of the decryption algorithm is proved as follows: 
Security analysis
(1) Anonymity: Vehicles use pseudo-identities instead of their real identities during the communication process, and the real identities of vehicles are stored in the non-attackable TPD, which effectively protects the privacy of their identities. Additionally, for a malicious vehicle, TA can obtain its real identity according to its pseudo-identity so as to investigate the responsibility of this vehicle. The calculation formula is:
Message authentication: In our scheme, signing message ensures that the message will not be tampered with during transmission, so the integrity of the message and the legitimacy of the message owner are guaranteed. (3) Data confidentiality: We use ECC to transmit the list of attributes L B . The session key S for decrypting L B can be calculated only when the private key k A is known. However, according to ECDLP, we can know that it is difficult for other vehicles to get the private key. Therefore, the confidentiality of the data can be ensured. (4) Unlinkability: Unlinkability is an effective complement to anonymity, which makes it impossible for a receiver to link one user who is interacting with it currently with another who was previously authenticated by it. Every time the sender sends a message, it needs to select a random number which will be used in the signature function. And some system parameters are safely stored in the TPD. Therefore, the malicious attacker cannot judge whether he has authenticated the same vehicle twice according to pseudo-identity.
Efficiency analysis
Our experiment was run on an Intel Core i3 2.4-GHz processor with MIRACL library [8] and Crypto++ library [9] . We compared our scheme with other two scheme [5, 45] . Some operations about execution time are defined as follows.
(1). T ab : The execution time of a multiplication operation ab mod n, where a; b∈Z As we all know, it was difficult to measure accurately due to the short single-step execution time in the experiment. So, we choose more steps in the program and choose a longer input on the data to improve the accuracy of the measurement results. For the four operations of hashing, signing, encryption, and decryption, we set the number of for loops to 1000 and select the random bit string with the maximum length as the input. Then, the average value, dividing the time spent by 1000, is taken as the execution time of the operation. For the AES encryption/decryption algorithm, we use the counter with CBC-MAC mode. For the RSA encryption/decryption and sign/verification algorithm, we use the 1024-bit key and RSA encryption with PKCS v1.5 padding. For the ECIES and ECDSA algorithm, we use the secp256r1 as the initial parameter of the elliptic curve and SHA256 as the hash function.
All the parameters in the above operations including a, b, x, P are selected randomly from their domains of definition. Finally, we got the time cost of above operations from the experiment and listed them in Table 1 .
Throughout the interaction process in our scheme, the whole time cost includes the time to encrypt, sign, verify, and decrypt. The time needed to perform the calculation operation K A = k A G in step (1) of Section 4.4 is T xP = 1.258ms. Then, the time to sign a message by the function sig(m) = k s h(PID i ) + r i h(m‖T) is T sign = 2T ab = 0.0692ms. Similarly, the time to verify the message that the vehicle receives by calculating the equation sigðmÞ
774ms. In step (3) and step (4), the respective execution time of R = rG, S = rK A , and S = k A R is also equal to T xP = 1.258ms, and In a similar way, the total time overhead for the encryption and decryption operations of [45] is 2T pair and that of [5] is 2T pair 5T ab þ 2T g x þ 2T xP þ T RSA-ED þ T RSA-SV . As for the signature and verification operations, [45] needs to calculate the time overhead of signature generation, the certificate verification, and the message signature verification. And for [5] , we use the same calculation method as ours to maintain consistency since its author does not specify the specific signature and verification method. The result is showed in Fig. 3 .
Result and discussion
From Fig. 3 , we can see that our scheme, requiring less execution time when transmitting the same number of messages, has better performance than the other two schemes.
The reason for such a result is that the elliptic curve encryption algorithm we use is more efficient than the other two papers' algorithms. As shown in Table 1 , the time of the bilinear pair encryption algorithm used in [45] T pair is much larger than T xP and T AES of our scheme. The execution time of a modular exponentiation T g x and that of the encryption or decryption operation of RSA used in [5] are also greater than our T xP and T AES . Therefore, our method has the best performance.
However, the main time overhead for our scheme is spent on the message signing and authentication operations, so its limitations will be clearly reflected when the number of vehicles participated in data sharing is greatly large.
Conclusions
We propose a secure scheme based on edge computing to achieve data sharing among different domains. Next, we use ECC, CP-ABE, and the message authentication mechanism during the phase of data encryption and transmission. Finally, an analysis of our scheme demonstrates its security and efficiency.
In our scheme, the method used for selecting ECVs takes into consideration the number of available computing resources and their distances to the RSUs. In the future, we plan to include the social centrality of vehicles and select vehicles that can contact and interact with more vehicle nodes as edge computing nodes. 
