In this work, we propose a quantum bit string commitment protocol using polarization of mesoscopic coherent states. The protocol is described and its security against brute force and quantum cloning machine attack is analyzed.
detect and survive to the channel losses), the use of polarization of mesoscopic coherent states (MCS) as quantum information has been proposed [9] [10] [11] [12] [13] [14] [15] . In fact, the proposed quantum key expansion protocols using MCS can provide high transmission rates over long distances; however, its security has been a point of intense discussions [16] [17] [18] [19] .
In this direction, this work proposes a quantum bit string commitment protocol using polarization of mesoscopic coherent states (QBSC_MCS). As will be seen, the proposed protocol has all the advantages of using coherent states instead of single-photon pulses and it has not the security problems of the quantum key expansion protocols proposed in [9] [10] [11] [12] [13] [14] [15] since it is not necessary that Alice and Bob share an initial key in advance.
The n-bit string commitment protocol can be shortly described in the following way: Alice has to choose one between (at maximum) 2 n bit strings. She has to convince Bob that she did her choice, at the same time she is not allowed to change her mind and Bob is not allowed to know Alice's choice without her permission. The proposed protocol can be understood observing Fig. 1 . As can be seen in Fig. 1 Those non-cheating statements can be mathematically described. The inner product between two neighbors polarization is given by: r and, using (3), they find the mean photon number to be used. Bob sets his optical receiver to have a good signal-noise relation with optical pulses having mean photon number equal to n because this is the minimal mean photon number that Alice must use.
In order to check the security against some attacks, let us consider the brute-force attack and the quantum cloning machine attack. In the first case, Bob splits the pulse sent by Alice in M pulses having mean photon number equal to n /M, and he tests each pulse in a different polarization basis, now using single-photon detectors in both PBS's output. The probability of Bob to identify the polarization sent by Alice, without any doubt (detection in both detectors for all basis different of the correct one), is given by:
In (4) k is the polarization state chosen by Alice and P A ( k ) is the probability of k to be chosen by Alice.
On the other hand, in the quantum cloning machine attack, Bob splits the pulse sent by Alice in N (1$N$M-1) pulses and he uses a quantum cloning machine of coherent states (QCM_CS) [20] [21] [22] [23] [24] [25] [26] to produce M copies. In order to make the cloning, Bob firstly separates the horizontal and vertical components using a PBS and he clones each component separately. After, he joints the components again to obtain the clones of the polarization state. The process, for 1%M cloning machine, is shown in Fig. 2 .
The fidelity of the Gaussian cloning of coherent states does not depend on the mean photon number and it is given by MN/(MN+M-N) [20] . Since the cloning of the (5) (6) (7) polarization requires the cloning of the two components, the fidelity of the polarization cloning is given by [MN/(MN+M-N)] 2 . In order to the quantum cloning attack to be useful, it is necessary that the fidelity of the clones must be at least larger than the fidelity between one state and the state halfway between two neighbor polarizations. Therefore, the security condition against QCM_CS attack is:
In (5) ', ' is the clone of , . In (6) we consider that Bob can produce M copies using the state sent by Alice or, he can divide the pulse sent by Alice in N states having mean photon number n /N and using them to produce M copies. Hence, in order to obtain security, (6) must be satisfied for all N inside the interval 1$N$M-1.
At last, the probability of Alice cheating Bob telling him that she choose one of the neighbors of the polarization in fact chosen is given by:
( ) 
Conclusions
We have proposed the use of the polarization of mesoscopic coherent states to realize a bit string commitment protocol. It has been shown that, for M<12 and P A with probability close to 50% for M&4. This is a more secure situation than that found in QBC protocols based on single-photon pulses where Alice can cheat Bob with very high probability.
