In this paper, we study the secrecy performance of a mixed radio frequency-free space optical (RF-FSO) transmission systems. All RF links experience Nakagami-m fading and the FSO link experiences the Gamma-Gamma fading. The effect of pointing error and two types of detection techniques (i.e., heterodyne detection and intensity modulation with direct detection) are considered. We derive closed-form expressions for lower bound of the secrecy outage probability (SOP) and exact average secrecy capacity (ASC). Furthermore, by utilizing the expansion of Meijer's G-function, asymptotic results for SOP and ASC are derived when the electrical signal-to-noise ratio of the FSO link tends to infinity. Numerical and Monte Carlo simulation results are provided to verify the accuracy of our proposed results.
Introduction

Background and Related Works
Free space optical (FSO) communications have received considerable attention because it can be utilized for fiber backup, back-haul for wireless cellular networks, enterprise/local area network connectivity, metropolitan area network extensions, and disaster recovery, etc. It is a cost-effective and wide bandwidth solution operating at the unlicensed optical spectrum [1] . Relative to radio channels where the effects of pointing error and two types of detection techniques are considered. The main contributions of our work are listed as follows:
1) We investigate the secrecy performance of the mixed RF-FSO relaying over Nakagami-mGamma-Gamma fading channels in presence of fixed and variable gain relaying schemes. Both the effects of pointing error and two types of detection techniques are considered. The closed-form expressions for average secrecy capacity (ASC) and lower bound for secrecy outage probability (SOP) are derived. 2) Moreover, to obtain more insights about the secrecy performance of mixed RF-FSO systems, the closed-form expressions for asymptotic SOP and ASC are derived under both relaying schemes by utilizing the expansion of Meijer's G-function.
3) The accuracy of the derived analysis results are validated by Monte-Carlo simulations. From the numerical and simulation results, we find out that the secrecy performance deteriorates as the atmospheric turbulence conditions and the pointing error gets severe and HD technique can provide better secrecy performance compared with IM/DD. 4) Although the SRT was clearly illustrated by obtaining the relationship between the reliability and the security performance, the IP (security measure) only considered the wiretap channels and is a special case of physical layer security, in which the secrecy capacity is defined as the difference between the capacity of main and eavesdropper channels. Relative to [18] and [19] , generalized secrecy performance (ASC and SOP) is analyzed in this work. We also investigate the effects of fading/scintillation parameters, pointing error, and detection techniques on the physical layer security of mixed RF-FSO systems with fixed and variable gain relaying schemes.
Channel and System Models
In this work, a mixed RF-FSO system is considered, which is composed of Nakagami-m fading and Gamma-Gamma atmospheric turbulence with pointing error under IM/DD and HD techniques. As shown in Fig. 1 , the confidential information is sent by source node S to the destination D through an intermediate relay R , in which AF scheme is utilized, where an eavesdropper node E attempts to obtain the confidential information through decoding the signal received. It is assumed that ideal angle-of-arrival tracking system is employed at the receiver so that the received signal phasefront can be estimated and perfectly compensated. Thus, there is no phase misalignment between the receiver and local fields in the focal plane so that the idealized coherent detection is achieved [20] . Since all the RF links experience the Nakagami-m fading, the probability density function (PDF) and cumulative distribution function (CDF) for the received signal-to-noise ratio (SNR) at R and E are given by
respectively, where i ∈ {R , E },
, m i is the fading parameter that is integer andγ i is average SNR, respectively, and (·) is the Gamma function as defined by [21, eq. (8.310) ].
The CDF of the FSO link is given as [22] F RD (γ) = ηG
where η =
, r is the parameter that represents the type of detection being utilized, i.e., r = 1 is associated with HD and r = 2 is associated with IM/DD, ξ signifies the ratio between the equivalent beam radius and the pointing error displacement standard deviation (jitter) at the destination [23] , α and β are the fading parameters related to the atmospheric turbulence conditions [24] , ρ = (h αβ) r μ r r 2r , μ r represents the electrical SNR of the FSO link,
, and G 
Fixed Gain Relaying
When fixed gain relaying scheme is utilized at R , the received SNR at D can be expressed as [8] , [25] 
where γ SR and γ RD denote the SNR of the RF S − R link and FSO R − D link, respectively, C stands for a fixed relay gain [25] . The CDF of γ F eq is given as [8] 
where
.
Variable Gain Relaying
When the CSI-assisted relaying scheme is utilized at R , the received SNR at D can be expressed as [25] 
The CDF of γ V eq is given as [8] 
When μ r → ∞, the asymptotic CDF of γ V eq is given as [8]
where ϕ q = ρ
Secrecy Outage Probability Analysis
A secrecy outage event occurs when the instantaneous secrecy capacity falls below a target secrecy rate R s . Thus, the SOP of mixed RF-FSO can be expressed as [26] , [27] 
where = e R s . In the following, we derive the lower bound of the SOP as follows [28] 
The Lower Bound With Fixed Gain Relaying
Substituting (1) and (5) 
The Lower Bound With Variable Gain Relaying
Substituting (1) and (8) into (11) 
Another important metric to evaluate the security performance of passive eavesdropping, PNSC, can be easily obtained by utilizing the relationship between SOP and PNSC [28] .
In order to get more insights, in the following subsection we will analyze the secrecy outage performance where the destination D is located close to the relay R , which can be mathematically described as μ r → ∞.
Asymptotic Secrecy Outage Probability When µ r → ∞ With Fixed Gain Relaying
Substituting (1) and (6) into (11) 
Asymptotic Secrecy Outage Probability When µ r → ∞ With Variable Gain Relaying
Substituting (1) and (9) into (11) 
Average Secrecy Capacity Analysis
ASC is the most important metric to evaluate the security performance of active eavesdropping [26] , [27] , [30] . When all the channels experience independent fading, the ASC can be expressed as [30] 
Exact Average Secrecy Capacity With Fixed Gain Relaying
Substituting (2) and (5) into (16), we havē
Making use of [29, eq. (10) and (11) 
Exact Average Secrecy Capacity With Variable Gain Relaying
Substituting (2) and (8) into (16), we havē
Making use of [34, eq. (2.3.6.9)], we have 
Asymptotic Secrecy Capacity When µ r → ∞ With Fixed Gain Relaying
Substituting (1) and (6) into (16) and utilizing [34, eq. (2.3.6.9)], we havē
Asymptotic Secrecy Capacity When µ r → ∞ With Variable Gain Relaying
Substituting (1) and (9) into (16) and utilizing [34, eq. (2.3.6.9)], we obtain
Making use of [34, eq. (2.3.6.9)], we obtain
Numerical Results and Discussions
In this section, numerical and Monte-Carlo simulations results are presented to verify our analytical results. Furthermore, the impacts of pointing error and detection techniques on the secrecy performance are demonstrated. The main parameters utilized in simulations and analysis are set as m R = m E = 2, C = 1, and R s = 0.01 nat/s. The impact of ξ, α, and β on SOP and ASC is investigated in Figs. 2-5 for both fixed and variable gain relaying schemes, respectively. One can observe that the analysis results match very well with simulation curves in all the figures. It can also be observed that increasingγ SR always affects the secrecy performance of the mixed systems with fixed gain relaying scheme but this is not true for that with the variable gain relaying scheme. This is because the SNR at D with variable gain relaying will be equal toγ RD even whenγ SR becomes large. One can also observe from all the figures that the secrecy performance deteriorates as the pointing error gets severe (i.e., the lower the values of ξ, the higher the SOP will be and the lower the ASC will be). Furthermore, we can find from Fig. 2 that the secrecy diversity order of the mixed system with fixed gain relaying depends on the pointing error when pointing error is strong (ξ = 1). When the pointing error is negligible (ξ = 6.7), the secrecy diversity order dominates by the atmospheric turbulence and the fading of RF link.
The effect of detection techniques and atmospheric turbulence conditions on SOP and ASC is investigated in Figs. 6-9 for both relaying schemes, respectively. It can be observed that HD technique (r = 1) provides better secrecy performance compared to the IM/DD technique (r = 2), (i.e., the lower SOP or the higher ASC). This is because the SNR at destination with HD technique outperforms the one with IM/DD technique, as testified in [8] , [22] , and [24] . because physical layer security is utilizing the physical characteristics of wireless channels (such as fading, turbulence, and pointing error, etc.) to enhance the secrecy performance.
Additionally, we can observe that the secrecy performance for a higher (α, β) outperforms the one for a lower (α, β), which are the fading/scintillation parameters, respectively. This is because the atmospheric turbulence only influences the SNR at D . It also can be observed that at high SNR regime, the asymptotic expression utilizing the Meijer's G-function expansion converges quite fast to the exact result proving its tightness.
Conclusion
In this work, the secrecy performance of mixed RF-FSO systems was investigated. The exact and asymptotic closed-form expressions for the SOP and ASC were derived and validated through simulations. Numerical results illustrated that the RF link has less influence to the secrecy performance of the mixed systems with variable gain relaying and the pointing error deteriorates the secrecy performance of mixed systems. Besides, the secrecy performance in weak atmospheric turbulence conditions outperforms that of strong conditions since atmospheric turbulence only influences the SNR at destination. Furthermore, we found that HD technique provides better secrecy performance compared to the IM/DD technique.
