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With the development of science and technology, the pace of informatization of 
enterprises has speeded up. The emphasis on the application of different utility 
systems has increased. And the informatization has made great contributions to the 
rise of work efficiency and management level of the enterprises. The utility systems 
have developed rapidly. At the same time, these systems have different development 
period, running platform, and technologies, and each system has an independent  
authentication mechanism, as well as an independent entry system and independent  
management, so if not establishing a unified identification system, the employees of 
the enterprises have to log in and log off to the different utility systems during work. 
This will have a bad impact on the efficiency. Therefore, establishing a unified 
identification system could not only facilitate the log in of the users, increase the 
efficiency, but ensure the security of the systems as well. 
Now, the enterprises have the characteristics of having many information 
system application services, spanning different development platforms, using 
different languages. Because of these characteristics, it has detailed analysis and 
comparison of the modern unified identification model. Combined with the basic 
theories of identification model and the actual conditions of the application of the 
enterprises, it develops a unified identification system which is suitable for the actual 
conditions of the enterprises and provides a detailed realization according to the 
design. This system takes the actual requirements of the application service of the 
enterprises into account. It has great flexibility, extensibility and cross-platform, 
realizing the unified identification system of the users. It has active effect on the 
establishment of the unified identification system of the enterprises.     
This thesis takes the actual establishment situation of informatization of a 
company in Xiamen, discussing the requirements and principles of the establishment 
of unified identification, as well as the key techniques in this program, the plan for 
unified system, the realization of catalogue services and systematic deployment. This 














unified identification from the points of structure of unified identification, 
certification process, and catalogue design. 
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