Reliability of the collaboration among military organizations is the key to success or failure of joint operations. However, the battlefield environment is changing rapidly, and the collaborative mode between organizations is easily affected by the changes. Therefore, a flexible collaborative mechanism for adjustment must be proposed, and it requires higher flexibility and autonomy of collaborative organizations. In order to pursue a better collaboration and then accomplish the common mission, this paper firstly establishes a context-aware model based on ontology and event calculus, which is used for the perception and reasoning analysis of changes; secondly, designs two evaluation index systems respectively for operational organizations' overall effectiveness and capability of operational activities; lastly, combines the former models and proposes an adaptive collaborative method. The method evaluates the operational capability of an organization, compares it with a given threshold, and then adopts the solution of activity replacement or organization replacement to update the collaborative mode.
I. INTRODUCTION
Joint operation is the main pattern of information warfare. It requires the command and control system, weapon equipment system, sensor system and some other operational units of all arms of the services to cooperate dynamically according to the needs of the mission and form a task-oriented, crossorganizational task community. When the operational units in the mission community are damaged, destroyed or unable to meet the mission requirements, new operational resources can be quickly found and new collaborative relationships can be established through the collaborative mechanism to realize the dynamic expansion of system capabilities [1] .
In the process of warfare, the operational organization may be attacked, resulting in the damage of weapons and equipment, casualties, communication interruption and other problems. These problems may make the operational organization no longer have the ability to complete a certain task, and then The associate editor coordinating the review of this manuscript and approving it for publication was Junhua Li . affect the coordination with other organizations. Therefore, when an operational organization no longer has the ability to perform a certain task, it must reconstruct the cooperation mode of interoperability and minimize the impact on joint operations as far as possible.
Many interoperability analysis frameworks and models have been proposed by scholars from all over the world, but most of them focus on the technical level, such as communication protocol, transmission data format, etc. They do not take enough account of the operational level [2] . Our research group has established a framework for architecture analysis, development and evaluation before [3] , which can be used to guide operational interoperability between organizations, but there are still some shortcomings:
(1) Lack of the ability to perceive and adapt to the changing battlefield environment.
The battlefield environment is often changeable, and the existing task execution modes are mostly static that have been worked out in advance. Once some certain changes happen, resulting in the original mode's broken, the task will not be VOLUME 7, 2019 This work is licensed under a Creative Commons Attribution 4.0 License. For more information, see http://creativecommons.org/licenses/by/4.0/ able to continue. Therefore, operational organizations must have the ability to perceive the battlefield environment, and after perceiving the changes, they should be able to make corresponding adjustments to ensure the effective implementation of operational tasks.
(2) Lack of the ability to reconstruct the collaborative mode between operational organizations.
When the operational organizations are attacked by the enemy and no longer have the ability to complete a task, its collaboration with other organizations may be badly influenced. Therefore, when the operational organization no longer has the ability to perform certain tasks, the overall collaborative mode between organizations must be reconstructed so as to minimize the impact on joint operations as far as possible.
(3) Lack of an index system for evaluating the task execution capability of operational organizations.
The task execution ability of the operational organization is determined by weapons, military equipment, personnel, ammunition and some other resources. However, with the warfare's continuing, these resources are consumed rapidly, which may make organizations unable to keep working normally and eventually lead to the failure of operational tasks. Therefore, it is necessary to evaluate the organization's taskperforming ability. When its ability no longer meets the requirements, it should inform the neighboring organizations in time and make adjustments.
In this paper, the above problems are collectively referred to as the adaptive problem of interoperative collaborative mode. Due to the diversity and uncertainty of current wars, various accidents happen and usually cannot be predicted beforehand. Therefore, the traditional fixed mode of operation is no longer suitable. In addition, it has important theoretical guidance and practical significance for a joint operation to have a flexible interoperative collaborative mechanism.
II. RELATED WORK
In view of the shortcomings mentioned in section I, this section respectively discusses the current research status of context awareness, adaptive collaboration and capability evaluation.
A. CONTEXT AWARENESS
In order to represent the context-aware business processes better with existing process modeling language, Yousfi et al. [4] extended the BPMN specification and made the business processes have the function of context-aware by adding new elements. This paper focuses on the definition and modeling of process context. In order to facilitate the integration of event processing functions into BPM, Appel et al. [5] regarded the event flow processing units as an abstract mechanism, and gave a technical framework for encapsulating the application logic of event processing. In the meanwhile, it supports the transformation of process model, executable process and components in IT layer. Forkan et al. [6] put forward a knowledge discovery method based on context aware system. This method carries out contextual reasoning on the cloud storage database, and discovers the abnormal situation of medical patients in time.
Context has different meanings in different research fields. In this paper, we think the changes of operational environment, enemies' situation, our situation and operational processes are the key factors to affect interoperability, so we define it as the context of interoperability analysis.
B. ADAPTIVE COLLABORATION
The concept of adaptive computing can be traced back to 1971. Tsypkin [7] pointed out that adaptive computing is an aspect of automatic computing. At present, there are many terms of adaptive control in the field of control system and software, namely adaptive control and software adaptive.
Self-adaptation can be regarded as a feedback control mechanism that can intelligently adjust its own characteristics according to the change of environment (including its own state). Its function is to enable the whole system (or biology, software, etc.) to work in the optimal state according to the set standards [8] . It includes two important concepts: environmental change and dynamic or autonomous regulation, as shown in FIGURE 1.
Aiming at the requirement of dynamic collaboration between military information systems, Ding et al. [1] proposed a rule-based adaptive collaboration method combining workflow technology and agent technology, and gave a hierarchical model of dynamic collaboration for military applications, which can collaborate mission community to construct a process model so that the system can meet the needs of operational tasks and select collaborative resources adaptively, establish collaborative relationships among resources flexibly, form collaborative mission communities and then meet the needs of dynamic collaboration of military applications in joint operations. Wang et al. [8] analyzed the adaptive characteristics of network-centralized C4ISR system from three aspects of system structure, function and information service, established the adaptive concept model of perception-decision-execution (ADE), and proposed an adaptive implementation method, so as to improve the overall operation efficiency of the system significantly. In addition, some scholars have proposed various adaptive methods based on different ideas such as large data analysis [9] .
C. CAPABILITY EVALUATION
The function of capability evaluation is to quantify the indicators, and to transform abstract concepts into measurable numbers by mathematical means, so as to facilitate comparative analysis. However, when the evaluation objects are complex and the influencing factors are various, it is difficult to determine the evaluation index system.
In the field of command and control, Wang [10] regarded the command and control system as a combat node from the perspective of military requirements, analyzed its network operational capability, and designed a set of evaluation index system with operational significance from two aspects of military tasks and operational results. Yue and Yang [11] analyzed the shortcomings of the application of capability evaluation index system in traditional equipment supporting system, combined it with the formation reasons of equipment support capability, and then constructed a ''static & dynamic'' capability evaluation index framework. At the same time, the evaluation method of complex network structure is established based on ANP theory, and the quantitative method of evaluation index is given to evaluate the internal complex relationship of equipment support system.
Generally speaking, there are two main types of capability evaluation methods: analytical method (based on the problems to be solved, establishing a scientific and reasonable evaluation index system) and simulation method (using modeling and simulation technology to construct the test environment, comprehensively analyzing the test results and obtaining the competency evaluation value).
III. CONTEXT-AWARE MODEL
When the external environment or the operational organization's own state changes, it may affect the original collaboration mode between organizations, which makes the operational organization unable to collaborate effectively. In order to solve this problem, we first need to perceive these changes, analyze them and then adopt corresponding adjustments. As for the changes' perception and analysis problem, this paper proposed a new idea based on context awareness [12] , [13] .
In order to adapt to the changes of external environment and ensure the effective execution of operational tasks, a context-aware operational interoperability cooperative system should have the following functions:
(1) It can describe the context of the operational process, including the relevant operational organizations and their relationships;
(2) The change of battlefield environment can be continuously perceived;
(3) The operational process can be adjusted according to the context information before and after the change.
A. CONTEXT MODEL OF OPERATIONAL PROCESS
In the military field, the context of the operational process refers to the changes of internal resources and external environment of an organization at a certain time in the execution of a battle, in which internal resources include weapons, equipment, personnel, intelligence information, etc., and external environment includes the relationship between the enemy and ourselves, the relationship with friendly forces and the natural environment in which the organization is located. These elements are very important for joint operations, so it is necessary to build a contextual model of the operational process to better represent, perceive and apply it.
According to the definition and characteristics of the operational process context, this paper concludes that a six-tuple (C, A, R, T , FC, FR) can be used to describe the context completely. If a five-or-fewer tuple is used, the subsequent contextual reasoning will be failed because of insufficient input information; if a seven-or-more tuple is used, redundant or irrelevant information will be generated. The definition of the six-tuple (C, A, R, T , FC, FR) given in this paper is as follows:
1) CONCEPT C AND ATTRIBUTE A
Entities in the context of operational process generally refer to organizations or events that interact with or influence the operational process, and usually have a series of attributes. For example, the commander of the command center is an organizational entity in the context. To a certain extent, he can influence the formulation and implementation of the operational process. He has the attributes of name, position, responsibility and so on. For example, the weather at a certain time is an event entity in the context, which has attributes such as temperature, wind speed, humidity and so on.
2) RELATION R
It specifies how concepts relate to each other, generally including the relationship with the enemy, the relationship with the friendly forces, the relationship with the natural environment, etc., which can be expressed by means of graphs and matrices. For instance, ''. . . is. . . '' relation is used to represent the classification of concepts. ''. . . is part of . . . '' relation is used to show how multiple concepts can be combined into a wider range of concepts, others such as ''. . . give . . . instructions", ''. . . establishes relationships with . . . '' can provide effective help for feature description in specific areas.
3) TERM T
Used to describe the relationship between entities, that is, how entities interact with each other is specified by relevant terminology. In military affairs, it is a professional term that conforms to the commander's habits and is commonly used in operational documents.
4) MAPPING FUNCTION FC, FR
Used to map related terms to concepts and relationships.
It should be noted that it is very difficult to provide a general context structure for all battle processes. The context of the operational process is only an abstract concept set used to describe the context of the operational process. In practical VOLUME 7, 2019 applications, specific mission tasks, system formulation, battle style and battle scenarios are also needed to be instantiated.
B. CONTEXT-AWARE MODEL
As mentioned above, ontology is used to represent the structure of operational process context, and the dynamics of the context can be reflected by the change of relevant attribute values. In addition, because of the interrelationship between concepts, changes to one entity may trigger a series of changes to other entities, which also reflects the nature of the context of the operational process to a certain extent. From the perspective of intelligent information systems, these changes are usually captured in the form of sensor events. In addition, there are some attributes (such as troop attrition and ammunition consumption) which are often limited by the current technical conditions cannot be automatically acquired, but manually updated. We also provide these changes as a series of events in the context of the operational process.
It is noteworthy that the event data detected by the intelligence perception subsystem is usually raw and only carries basic information. For example, the system finds the information of an enemy vehicle, an aircraft, a ship and so on through radar, satellite and other reconnaissance equipment, but these information is obviously insufficient to trigger the context change of high-level operations, that is, the reconnaissance information of a single event cannot determine the enemy's operational intentions, operational formation and firepower allocation. Only by receiving a series of such event information and analyzing and reasoning them, can the situation information be obtained. Therefore, in order to obtain reliable operational situation information from low-level events, it is necessary to combine current events with historical events. In order to achieve this goal, this paper will be completed on the basis of event calculus.
In the last section, the problem of how to express the context is solved by establishing the context model of the operational process. In this section, we will analyze and infer the context of the operational process, and then find out the context attributes which affect the execution of the operational process, and support the system to respond to the changes in the next step. In order to achieve this goal, the context of operational process needs to be analyzed in detail. The process details of context analysis are introduced in detail in thesis [14] .
1) EVENT CALCULUS
The concept of event calculus was first proposed by Kowalski and Sergot [15] in 1986, and then extended by Shanahan et al. [16] , as a logical language to express and infer events and their effects. FIGURE 2 shows the basic framework of event calculus. Event calculus is actually the process of inputting the effects of some events and their actions into logical components, and finally arriving at effective conclusions through specific logical analysis operations. ''Event Description'' is a description of events, that is, when something happened. ''Action Effect'' refers to the impact of an action. For example, input ''command and control center issued operational orders at 18 o'clock'' and ''under the existing communication conditions, it takes up to half an hour to transmit the instructions to the units", then through the event calculus, we can conclude that ''under ideal conditions, at 19 o'clock on that day, the units have received operational orders and started to carry out operational tasks".
In event calculus, event and event flow are respectively represented by related terms and functions, and formal calculus is realized by predicate operation. When an event occurs, the change value of the event flow is described by predicate formula, and then the correct evolution process of the event flow is formalized by event calculus.
2) CONTEXT-AWARE MODEL BASED ON EVENT CALCULUS
Zhao and Liu [17] proposed a model that captures business implications from a series of events and responds to perceived changes. On this basis, this paper constructs a context-aware model based on event calculus, as shown in FIGURE 3. Through this model, the context of operational process can be real-time perceived and relevant responses can be made.
The following definitions are given in the model: Definition 1 (Calculus Module (CM)): Calculus Module CM mainly used to describe how to logically analyze and deal with the operational context. Here, define CM as a binary group (R, ECA).
1. R denotes Rules, that is, a set of rules that depend on a particular domain.
2. ECA denotes Event Calculus Axioms, that is, the axiomatic set of event calculus.
Definition 2 (Query (q)): In the condition of environment (env), the query q t interacts with the calculus module CM to get the relevant parameter values of the specific event flow at a given time t and to evaluate them, and then to get the impact of external change events on the existing operations.
Here, define q t as ρ t (seq(t 0 , t) ∧ I t 0 ).
Definition 3 (Trigger (Tg)): When the query detects the context change, the trigger Tg responds to it and updates the relevant attribute values of each operational organization in the ontology-based context model. Here, define Tg as ρ t (seq(t 0 , t) ∧ I t 0 ) ⇒ update(org. att, x).
IV. CAPABILITY EVALUATION INDEX SYSTEM
When such situations as the loss of weapons and equipment, casualties and communication interruptions occur, the operational organization's task execution capability may change. This change may not have a great impact on the organization itself and the operational process, but may also reduce the ability of the organization itself and even lead to the failure of the whole operation. Therefore, it is necessary to build an index system to evaluate the ability of the organization after the change. When the ability no longer meets the needs, adjust the collaborative mode and take the next action. The command and control system is often too complex to get some index values directly. Therefore, this study plans to establish a small index system for each kind of small activities in the process of battle, and calculate the corresponding index values, that is, to divide the large capacity into small capacity, which solves the problem of data acquisition of large index.
Because the impacts of change on the organization are different, this paper plans to evaluate the mission execution capability of the changed operational organization, and then take corresponding measures. Here, the evaluation model I is to evaluate the capability of each operational activity of the organization, and the evaluation model II is to evaluate the overall operational effectiveness of the organization.
A. PRINCIPLES FOR CONSTRUCTING INDEX SYSTEM
Evaluation index is the basic criterion to measure command and control capability. Therefore, building a scientific and reasonable evaluation index system is the basis and the most critical step of effectiveness evaluation research. In order to ensure the scientificity and completeness of the evaluation index system, the following principles should be followed in the process of construction: 1) objectivity: it can objectively and truly reflect the command and control ability of the command and control organization non-subjectively; 2) completeness: it can evaluate command and control ability from every angle as far as possible to ensure the reliability of evaluation results; 3) Independence: Indexes should be as independent from each other as possible to avoid mutual inclusion; 4) Testability: Indexes should be clearly defined, and should be easy for managers and systems to access and process. In addition, the more specific the index is, the higher the accuracy of the evaluation results will be, but the calculation efficiency will be greatly reduced. Therefore, in the process of constructing the index system, we should try our best to pursue the integrity of the indexes, and omit some indexes that have little impact as far as possible, so as to improve the evaluation efficiency on the premise of ensuring the accuracy of the evaluation.
B. EVALUATION INDEX SYSTEM I
Classify the operational activities, and then subdivide each type of activities, and establish a small index system for each subdivided activity. The specific scheme is shown in FIGURE 4 (because of the limited space, the subdivision process after the second level is not carried out here).
C. EVALUATION INDEX SYSTEM II
When the change is sensed, the original coordination mode needs to be adjusted. There may be many kinds of adjustment modes. In order to determine whether the adjusted cooperative mode is really feasible and how to select the best scheme when there are many ways to choose, this study plans to establish a set of capability index system to evaluate the whole cooperative process. When the evaluation results are to meet the operational requirements, it is feasible and select the scheme with best evaluation result as the preferred one.
At present, there are many mature and commonly used evaluation methods and models in the field of performance and efficiency evaluation, such as ADC method, SEA method, AHP, FUZZY comprehensive evaluation method, grey comprehensive evaluation method, etc. Each of these methods has its own advantages and disadvantages as well as different scopes of application. Among them, analytic hierarchy process (AHP) and FUZZY comprehensive evaluation method are more suitable for evaluating large-scale systems with many indexes and complex problems. Combining the two methods and improving them properly, we can give full play to their advantages in quantitative and qualitative VOLUME 7, 2019 treatment, and overcome the subjective impacts of index weight and index score in evaluation.
1) EVALUATION INDEX SYSTEM
Specific scheme: Firstly, the evaluation index system of operational effectiveness is established, as shown in FIGURE 5. Then the evaluation index system is integrated into hierarchical structure, with the help of AHP to assign a clear weight to each index, and with the help of FUZZY to implement fuzzy, comprehensive evaluation and discrimination of the index layer by layer. Finally, the results of each layer are summarized and the final conclusions can be drawn.
2) CAPACITY ASSESSMENT MODEL
The acquisition of each secondary index value needs to be further subdivided, and then different evaluation methods are used according to the different characteristics of the indexes. Taking the second-level index ''command and control capability'' as an example, the index system after subdivision is shown in FIGURE 6.
According to the characteristics of command and control capability, the following evaluation model is designed. Firstly, the weight of each index in the index system is determined by AHP. Through the analysis of the relationship between the indexes at all levels in the index system, and combined with expert scoring, the final index weight is calculated. Secondly, the combination of qualitative and quantitative methods is used to determine the index values of each index in the index system. For the part that is difficult to obtain the index value directly, it is quantified by expert scoring; for other indexes, it can be quantitatively measurable by further decomposition. In addition, there are many commonly used comprehensive evaluation methods at present. Fuzzy comprehensive evaluation method [18] can realize the transformation from qualitative evaluation to quantitative evaluation, but its subjectivity is slightly stronger; TOPSIS method [19] can be used to evaluate the advantages and disadvantages of existing objects, which is more objective; Grey relational analysis method [20] , [21] is suitable for multi-factor analysis and the process of calculation is simple; and the artificial neural network method [22] provides a way of thinking for dealing with the complex non-linear problems which are affected by many factors. Various evaluation methods have different flaws and applicability. This paper combines the first three methods mentioned in order to obtain a more objective and effective evaluation model. The basic idea is shown in FIGURE 7. Step 1: Use Fuzzy comprehensive evaluation model, TOPSIS model and grey relational analysis model to evaluate the command and control capability of each operational organization, and obtain the ranking results under the three schemes.
Step 2: Use Kendall's Concordance Coefficient Method [23] , [24] to carry out compatibility test of the three single evaluation methods, and obtain the compatibility model set. If the results of ranking are consistent, the results of the three evaluation methods are consistent, then go directly into step 4; if there are inconsistencies, go into step 3;
Step 3: Because of the inconsistency of the ranking results, check the consistency of the three models in pairs. Then analyze the sample data, the evaluation results and the characteristics of each model. Select several methods with consistent and relatively objective results and return to step 2.
Step 4: Standardize the final evaluation value of each model, and use several different combined evaluation methods to combine the independent evaluation results, and get the corresponding combined evaluation value.
Step 5: Use spearman correlation coefficient method [25] to test the consistency of the independent evaluation results in step 2 and the combined evaluation results in step 4. Choose the results of the highest consistency as the final evaluation results of command and control capability.
V. COOPERATIVE MODE ADAPTIVE METHOD A. SELF-ADAPTIVE ADJUSTMENT FOR COLLABORATIVE MODE
When the battlefield environment changes, the contextual awareness model can sense the changes in time and make relevant inference to update the various resources of the operational organization. Because the renewed operational capability of organization may change, the original collaborative mode cannot continue to support the collaborative cooperation among organizations. Therefore, it is necessary to provide an appropriate adaptive method for the collaborative mode of operational organizations, so that when the organizations in joint operations cannot continue to cooperate effectively, they can respond in time and ensure the operation's stability. The flow chart of the specific plan is shown in FIGURE 8. VOLUME 7, 2019 After perceiving the battlefield changes with the contextaware model and updating the various resources of the operational organization, first of all, evaluate the overall effectiveness of the organization (evaluation index system II).
(1) When the evaluation results are lower than the preset threshold, that is, the overall operational effectiveness of the organization does not meet the operational requirements, replace it with other alternative organizations. If there are many alternative organizations, evaluate and score them separately (evaluation index system II). Select the highest score to replace them, and rebuild the synergy among the organizations.
(2) When the evaluation results are higher than the preset threshold, i.e., the overall operational effectiveness of the organization meets the operational requirements. However, the execution ability of its internal activities may be affected, so the evaluation of each activity should be scored separately (evaluation index system I). If the result is lower than the threshold, select other alternative activities that satisfy the requirements to replace (if there are multiple alternatives, select the best evaluation results).
B. COLLABORATIVE MATRIX RECONSTRUCTION METHOD 1) FORMAL DESCRIPTION OF COOPERATIVE MECHANISMS
Assuming that m organizations participate in a joint operation, the number of activities in the process of organizing k is n k (k = 1, . . . , m) . The number of activities in the process of organization q is n q (q = 1, . . . , m). In order to describe the operational process of each organization intuitively and accurately, the concept of matrix is introduced and the following definitions are given:
Definition 4 (Local Matrix (LM)): It is used to describe the processes of each organization. An operational process whose activity number is n k can be formally described by a local matrix of n k ×n k . It can be recorded as LM k = l ij n k ×n k , where 1 i, j n k . l ij = 1, there s a message from a i to a j 0, others
Definition 5 (Connective Matrix (CM)): It is used to describe the activity connection between organizations. There is a direct message connection between organization k and organization q. The interaction between the two operational processes can be formally described by a n k × n q connective matrix. It can be recorded as CM k|q = c ij n k ×n q , where 1 i n k , 1 j n q .
there s a message from k.a i to q.a j −1, there s a message from q.a j to k.a i 0, others
It can be found by definition, CM k|q + CM T q|k = 0 or CM T k|q + CM q|k = 0. 
2) COLLABORATIVE MATRIX GENERATION ALGORITHMS
In joint operations, the numbers of organizations and activities involved in the process are very large, and the interaction between the operational organizations cannot be well facilitated only by a single local matrix and connection matrix. Therefore, this paper proposes the concept of collaboration matrix to formally describe the process interaction of the whole collaboration system, which is defined as follows: Definition 6 (Joint/Collaborative Matrix (JM)): It is used to describe the process interaction of all operational organizations. Suppose there are m organizations participating in the battle, numbered 1 to m (process number is the same as organization number). The number of activities in the process of organization k is n k (k = 1, . . . , m). The interaction of all organizational processes can be described by a m k=1 n k × m k=1 n k collaboration matrix, which is denoted as JM m = t ij n k ×n k . The generation process of collaborative matrix is given below.
First, generate the local matrix of the first organization. Then the second organization joins in the collaborative operation to generate the collaborative matrix formed by organization A and organization B, in which the diagonal line is the local matrix of each organization, and others are the connective matrices between the organizations. When more organizations join in the collaborative operation, the method is the same, and the collaborative matrix is extended recursively.
As mentioned earlier, if one item in CM k|q and CM q|k is known, the other can be calculated. Therefore, the collaborative matrix can be simplified, only the connective matrix in the right upper diagonal is retained, and the matrix in the left lower diagonal is replaced by 0. The whole matrix can be expressed as the diagonal matrix, as shown in FIGURE 10. 
3) COLLABORATIVE MATRIX RECONSTRUCTION ALGORITHMS
From the adaptive adjustment process given in V.A, we can see that there are two kinds of measures to take according to the degree of impact, one is activity replacement, the other is organization substitution.
a: ACTIVITY REPLACEMENT
Assuming that the first activity a i in organization k is replaced by alternative activities (the connection relationship with internal activities or other organizational activities may change), only the matrices associated with activity a i in the collaborative matrix need to be modified, including LM k , CM k|q , CM q|k (1 ≤ q ≤ m and q = k). See the rectangular label position in FIGURE 11 for details.
b: ORGANIZATION SUBSTITUTION
Compared with the activity replacement in (1), the collaborative matrix needs to be changed to a greater extent after the organization substitution occurs, that is, only the items related to the replacement activities in the labeled rectangle of FIGURE 11 need to be modified after the activity replacement, while the organization substitution needs to reset all the items.
VI. EXAMPLE ANALYSIS
In this paper, a simplified case of regional air defense joint operations is given, as shown in FIGURE 12. It should be noted that this case is only used to better illustrate how the above models and methods are applied, but it does not have any argumentative function.
The air defense mission in this area is accomplished by four operational organizations: radar station A, joint index center B, interceptor fleet C and aircraft support team D. Their functions are information collection, command and control, fire strike and logistic support. FIGURE 12 shows the process of each system and the collaborative relationship between processes. It should be noted that these organizations are distributed in different geographical locations, and their information systems run independently. Although they communicate with each other, the status of other organizations cannot be determined in real time. Each organization is an independent decision-making entity, which judges the situation according to the battlefield information obtained by themselves. Therefore, it is necessary to have the ability to perceive and analyze the context of the operational process.
A. CONTEXT-AWARE MODEL
The specific operational process is very complex. Because of the limited space of the article, this paper takes a simple aircraft damage incident as an example to analyze this part in detail.
In the course of battle, the quality and quantity of the fighter planes of organization C are greatly affected by enemy's attack and natural wastage, so that they cannot continue to carry out operational tasks. This event needs to be shared with the neighboring organizations in time, so the organizations can respond as quickly as possible to ensure that the battle continues. In the threat assessment of organization B, the loss ratio of our fighters to the enemy's fighters is a very important factor. Assuming that in actual combat, when the loss ratio between our fighters and the enemy is greater than 1 or the loss amount of our fighters in T time is greater than N , we need to provide fighter support. Once the loss of our fighters or enemies' is detected in the process of threat assessment, a "loss 1 '' or ''loss 2 '' event is inserted into the event stream respectively. When a fighter aircraft support replenishment is performed, an ''CAMaintained'' event is initiated (the assumption is only designed to demonstrate context-aware processes and does not necessarily correspond to actual operations).
1) DEFINITION OF EVENT FLOW VARIABLES
In order to describe the aircraft consumption and maintenance status, the following event flows and variables are defined: 1 loss 1 : Our troops have a loss of combative aircrafts; 2 loss 2 : The enemy has a loss of combative aircrafts; 3 CAMaintained: Combative aircraft maintenance is required; 4 clock( ): Record the current moment; 5 alarm( ): The signal of aircraft maintenance requirement has been issued, which is indicated in A later; 6 D: The difference between the number of damaged aircrafts of enemy's and ours has reached the threshold, that is, num 1 − num 2 > V ; 7 F: aircrafts have reached the level of damage; 8 V : A floating-point variable, used to specify the threshold of the difference between the number of enemy's and our fighters that trigger alarm signal; 9 N : An integer variable, used to specify the threshold for the number of damage to our fighter that triggers alarm signal; 10 T : A time variable, used to specify a time threshold; 11 num 1 : An integer variable for recording our aircraft loss; 12 num 2 : An integer variable for recording enemy's aircraft loss.
2) PREDICATE CALCULUS
Based on the previous analysis of threat assessment, the following reasoning rules are given:
Rule1 After the aircraft maintenance event occurs, reset and initialize all parameters.
Rule2 Our aircraft was damaged.
When our fighters are damaged after being hit at t time, the number of destroyed fighters has not reached N − 1, and the difference between the number of enemy and our fighters has not reached the threshold, then only add the variable num 1 .
Rule3 Enemy's aircraft was damaged.
Happens(loss 2 , t) → num 2 + +
The enemy's aircraft is damaged after being hit at time T and the variable num 2 is added.
Rule4 Event F is about to happen.
Happens(loss 1 , t) ∧ ¬HoldsAt(F, t)
When our aircrafts are damaged after being attacked at t, and the number of lost fighters is N − 2, then the F incident begins to occur, that is, N − 1 aircrafts have reached the loss state.
Rule5 Event F occurs in T time and A is triggered.
At the time t, our fighter aircraft loses after being hit, and event F is in the state of occurrence. When the time interval between initialization and initialization is less than threshold T , event A is triggered, and organization D begins to perform the maintenance task of the fighter aircraft. 
Rule6
Event D occurs and A is triggered.
The outcome of this rule is the same as that of the previous one, but the triggering conditions are different. At time t, when our fighter is damaged and event D is in the state of occurrence, and the difference between the number of damaged fighter planes of ours and the enemy's is greater than the threshold V , event A is triggered and organization D starts to carry out the maintenance task of the fighter.
Rule7 Time limit T has arrived, D, F, A have not occurred, recount:
When the time threshold T has arrived and events D, F and A have not happened, then enter the next time cycle and continue to deduce according to the above rules.
B. CAPABILITY ASSESSMENT
Due to the limited space, this section takes the command and control ability in the evaluation index system II and related evaluation model as an example to analyze.
Through expert consultation and local research, the importance ratio of each index is obtained, and the average value is taken as the final index weight. The specific weights are shown in TABLE 1.
The samples were evaluated by fuzzy comprehensive evaluation method, TOPSIS method and grey relational analysis method respectively. The results are shown in TABLE 2. Among them, the operational organization is represented by capital letter A to E, the three single evaluation models mentioned above are represented by number 1 to 3, and the firstlayer index is represented by number I to V.
The Kendall method is used to test the compatibility of three single evaluation models for the I to V categories of indexes and the total C 2 capability. Given the significance level of 0.1, the final statistic result is 11.47, which is greater than χ 2 0.05 (4) = 9.49. Therefore, it can be explained that the three single evaluation models have consistency under given conditions.
Then three combinatorial evaluation models (arithmetic average combination evaluation model [25] , Copeland combination evaluation model [23] , and drift degree combination evaluation model [25] , [26] ) are used to evaluate the samples respectively. The results are shown in TABLE 3. The representation of variables is the same as TABLE 2.
From Spearman's consistency test formula, we can find that the correlation degrees between the three combination evaluation models and all single evaluation models are 0.1667, 0.1667 and 0.4 respectively. Therefore, we choose the third combination evaluation model, namely the drift combination evaluation model, as the optimal combination evaluation model, and its conclusion is the final evaluation result.
C. ADAPTIVE ADJUSTMENT
The local matrix, connective matrix and collaborative matrix of each organizational process are shown below.
Taking the fighter aircraft damage event in VI.A as an example, after the event, it senses and infers through the context-aware model, and updates the resources of the organizations involved. Firstly, according to the flow chart of FIGURE 8, the overall operational effectiveness of organization D is evaluated, and compared with the pre-set threshold, activity replacement and organization substitution measures are adopted according to the comparison results.
1) ACTIVITY REPLACEMENT
To evaluate the activities of organization D, assuming that only activity a 4 does not meet the given capacity requirements, we select another alternative activity ''fighter maintenance 2'' a 5 to replace, and update the related collaborative relationship and matrix. 
2) ORGANIZATIONAL SUBSTITUTION
According to the operational requirements, the alternative organization of organization D (organization E) was found, and the collaborative relationships with other collaborative organizations are re-established. The related collaborative relationship and matrix will also be updated.
The updated local matrix, connective matrix and collaborative matrix are shown below.
VII. CONCLUSION
In collaborative operations, when the external environment or the state of the organization itself changes, the original collaborative mode may no longer meet the operational requirements and influence the following operation. In order to solve this problem, this paper establishes a context-aware model based on ontology and event calculus, which can be used to perceive and analyze changes; designs two evaluation index systems, which can be used to evaluate the overall effectiveness and process activity capability of operational organizations; and proposes a collaborative adaptive method. Firstly, evaluate the operational capability of the organization, compare it with the given threshold, and then adopt the solutions of activity replacement or organization substitution to update the collaborative mode. Finally, give an example to illustrate how the models and methods adopted into practical environment.
This paper mainly discusses how to reconstruct the collaborative mode of operational organizations in the changing environment, and provides an idea. The next step of this research is to simulate the theoretical model and validate the simple model of self-adaptive adjustment of the collaborative mode with relevant software.
