In this paper, Mobile Ad hoc Networks (MANET) is wireless networks consisting of a collection of mobile nodes without fixed infrastructure. According to decentralized, selfconfiguring and dynamic nature, MANETs offer many advantage and easy to install. But with this dynamic topology, MANETs have some challenges like the design of an efficient routing protocol. The multiple paths routing protocol with load balancing provides a solution for the congestion network and increases its capacity. MANET consists of a set of mobile nodes which are connected with each other by using radio waves. Load balancing is the way of improving the performance of a parallel. The central administration, hence it is called infrastructure less network. It is very difficult to find the path between two end points. This paper shows a solution for finding path between nodes in mobile ad hoc network. The multipath routing protocol with Load Balancing (LB) provides a solution. The results of this algorithm shows better throughput as compared to existing result. In this paper, the result show the performance analysis of various load balancing algorithms based on different parameters. The analysis represents that static and dynamic both types of algorithm can have advancements as well as weaknesses. Deciding type of algorithm to be implemented will be based on type of parallel applications to enhance the Quality of Service (QoS).
INTRODUCTION
A Mobile Ad hoc Network (MANET) consists in a collection of wireless mobile nodes, which form not a fixed network without depending on any existing infrastructure or centralized administration [1] . The advantages of ad hoc networks are the convenience (no any centralization), mobility, productivity and expandability. The topology of network is changed randomly. Hence it is not easy to create path between two nodes. This paper deals with the improvement for congestion of on-demand ad-hoc network routing which can achieve load balancing for packet switched network. The algorithm is inspired by Ant Colony Optimization(ACO) [2] [3] is shows improvement in congestion. Routing in algorithm [4] [5] is through interaction of network exploration a mobile agents builds path between pairs of nodes by exchanging information and updating routing tables. MANET networks have several usages. First these networks were devised to be used in military applications. MANET networks are mostly used in survey, helping and saving operations, tracing and operations, scientific conferences.
The problem of mobile ad-hoc network (MANET) can be summarized in the answer of this question: how to find the route between the communicating two nodes. The reasons is that routing in MANETs is a particularly challenging task due to the fact that the topology of the network changes constantly and paths which were initially efficient can quickly become inefficient or even not feasible. The control information of the network is not more because of the bandwidth of the wireless medium is very less, and path is shared. It is important to design algorithms that are adaptive, robust. Moreover, the work in a fixed decided way, due to the limitation of centre control or infrastructure in the network [6, 8] .
PROTOCOLS
Congestion control was defined similar to TCP, for achieving TCP friendliness [10] . In this paper, two methods improve the Ad-Hoc On-Demand Distance-Vector (AODV) protocol. The main motive of the design of the protocol was to reduce the overhead, buffer overflow, delay and increase the performance. A multi-path routing protocol is introduced. It is based on AODV. It proposes a load balancing method that uses all discovered paths simultaneously for transmitting data. In this way, data packets are balanced over discovered paths and energy consumption is distributed across many nodes through network.
ROUTING OF AD HOC NETWORK
The routing is a method which attends to forward the information to destination along the network. It consists to determine an optimal forwarding for packets along the network according to certain criteria hop number The problem consist to find the investment with minimum cost of nominal capacity and reserve that provide the routing of nominal traffic and guarantee its reliability in case of any failure of link or node. In this method the performance [11] [12] of the processors is determined at the beginning of processing. Then depending upon their work load is distributed in the start by the master processor. The slave processors evaluate their allocated work and submit their result to the master processor. A task is executed on the processor to which it is assigned that is static load balancing methods are non-preemptive. The aim of static load balancing method is to reduce the overall execution time of a concurrent program while minimizing the communication delays. A normal disadvantage of all static schemes is that the final selection of a host for process allocation is made when the process is created and cannot be changed during process execution to make changes in the system load.
A NEW TECHNIQUE: AD HOC ON DEMAND MULTIPATH DISTANCE VECTOR
To reduce interruption of communications in ad hoc network, the discover procedure of routes must be efficient specially with the continuous mobility of the nodes and also the frequent change of network topology, many routing protocols are proposed such as technique: the multipath routing protocol [9] that extends the single path AODV protocol to compute multiple path routing.
Routing
The main idea in technique is to compute multiple paths during route discovery procedure for contending link failure. In fact, the main goal to concept this protocol is to search multiple routes during the same route discovery procedure, but only the best path based on some metric (number of hop) is chosen and is used for data transmission between source and destination. The other paths are used only when the primary path fails. This protocol is intended for ad hoc network where the mobility of nodes is very important and consequently the route breaks frequently. The technique use the information available in AODV, but to compute multiple paths it adds additional number of control packet overhead.
Multipath route construction
This new technique is based on the advertised hop count [14] . The advertised hop count of a node for a destination represents the maximum hop count of the multiple paths for available. The protocol accepts only alternate routes with hop count lower than the advertised node count, alternate routes with higher or the same hop count are discarded. This condition is necessary to guarantee loop-freedom. 
Computing Multiple Loop free Paths
This new technique allows building multiple link disjoint paths. It ensures multiple paths without common link between routes from source to destination. The additional modifications are made in the route discovery process to allow formation of node-disjoint paths from intermediate nodes to the source and destination. This technique adds a new field called first hop for every packet. This field indicate the first hop (neighbor to node source) to set. In addition, each node maintains first hop list. For each packet keeps track of the list of neighbors of the source through which a copy of the request route has been received. At the intermediate nodes, not like in AODV, duplicate copies of route request are not immediately discarded. Every copy is examined to see if it provides a new node-disjoint path to the source. This is provided to examine the first node in the route request copy and the first hop list in the node for the route request. If it does provide a new path, route update rule is invoked to check if a reverse path can be set, In the round robin [13] processes are divided evenly between all processors. Every new process is assigned to new processor in round robin order. This process allocation order is maintained on each processor locally independent of allocations from remote processors. With equal workload round robin algorithm is expected to work well. Round Robin and Randomized schemes [12] work well with number of processes larger than number of processors. Advantage of Round Robin algorithm is that it does not require inter-process communication. Round robin and randomized algorithm can attain the best performance among all load balancing algorithms for particular special purpose applications. In general Round Robin and Randomized algorithm [16] are not expected to achieve good performance in general case.
Technique problem
In such protocols a link failure in the main path, which data transmission is actually taking place and causes the source to switch to an alternate path instead of initiating another route discovery. A new route discovery occurs only in case all precompiled paths break. The problem with these Multipath protocols [15] is that though during the route discovery process multiple paths are discovered, where the best path based on some metric is chosen and is used for data transmission. The other paths are used only when the main path fails.
Actually, the compute and the maintenance of multipath between source and destination require a very important occupation of routing table, achieve tremendously memory resource at every node and increase the heading packet size. These constitute a handicap, in view that there is only one path to transmit.
IMPROVEMENT TO MULTIPLE PATH PROTOCOLS BY USING NS2
In this part, the technique proposes an extension in order to support certain mechanism and technique to improve its performance. The technique can allow finding many routes between source and destination during the same route discovery procedure but only one path is used to transmit data. When the source receives one or many route reply the packets from many disjoint paths.
PROPOSED MODEL
The technique selects the route with the lower hop count to forward data. However, the less congestion routes can provide short end to end delay than routes providing lower hop count.
To choose the less congestion routes, there is need of a new metric which allow source node to select the less congestion routes. For this reason, technique propose a new metric which achieve load balancing between the selected routes to take into account the number of active paths through every nodes according to the following. 
PERFORMANCE EVALUATION
The problems use NS 2.34 to simulate a technique. For the initial simulations and the validation of the system the following parameters have been chosen: The 10 nodes simulation is shown in below figures. Here fig 1  and fig 2 are shown the problem of data dropping. In fig 2, the energy level of nodes is weak because of passing heavy data through the nodes. That heavy data passing converts into red node passing converts into red nodes. In fig 3, the solution dropping the packets is controlled by a particular technique. The load is balance through new technique.
The effect of the end-to-end delay decrease of the protocol by the use of the less congestion route selection mechanism which distribute traffic load fairly across routes selected between source and destination. 
Traffic Overhead(TOH) versus the network load
The observation of fig 7 shows that our protocol generates the highest traffic overhead. When the number of connections is equal to 5, the traffic overhead produced by all protocols is low. This traffic increases significantly when the network load increases (till 40 connections). 
Fig 7: TOH versus the network load
Here explain the results by using of high number of control packets to search and maintain routes belonging to multipath routing protocols.
CONCLUSION
In this work, the multipath routing protocols in this paper. Load balancing mechanism to fairly distribute the traffic on different active routes selected between source and destination nodes. To select the less congested routes, a new multipath routing protocol with new metric. Among the performance evaluation of different routing protocols simulated: AODV and LB-AOMDV. This protocol improves the network performance in terms of capacity and congestion level compared to other technique of LB-AOMDV and AODV routing protocols under heavy loaded network. In the future work, some other metric would be included to improve QoS of protocol.
