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The Naval Postgraduate School (NPS) was established to serve the advanced educational needs of the Navy. The 
broad responsibility of the school is reflected in its stated mission:
Increase the combat effectiveness of U.S. and allied armed forces and enhance the security of the United 
States of America through advanced education and research programs focused on the technical, analytical, and 
managerial tools needed to confront defense–related challenges of the future.
To fulfill its mission, the Naval Postgraduate School strives to sustain excellence in the quality of its instructional 
programs, to be responsive to technological change and innovation in the Navy, and to prepare officers to introduce 
and utilize future technologies.
 The research program at NPS exists to support the primary mission of graduate education. Research at NPS:
 • maintains upper–division course content and programs at cutting edge;
 • challenges students with creative problem solving experiences on DoD–relevant issues;
 • advances DoN/DoD technology;
 • solves warfare problems; and
 • attracts and retains quality faculty.
Academic Programs
To meet its educational requirements, the Navy has developed a unique academic institution at the Naval Postgradu-
ate School through the use of specially tailored academic programs, and a distinctive organization tying academic 
disciplines to naval and joint warfighting applications.
 The Naval Postgraduate School has aligned its education and supporting research programs to achieve three 




the Navy and Marine Corps, our sister services, and our allies; 2) research programs that focus on the integration 
of education and research in support of current and emerging national security technologies and operations, and 3) 
executive and continuing education programs that support continuous intellectual innovation and growth through-
out an officer’s career. Programs of graduate studies at NPS are grouped as follows:
Graduate School of Engineering and 
Applied Sciences
Applied Mathematics• 
Combat Systems Science and Technology • 
Electronic Systems Engineering • 
Meteorology • 
Meteorology and Oceanography • 
Naval/Mechanical Engineering• 
Oceanography • 
Operational Oceanography • 
Reactors–Mechanical/Electrical Engineering• 
Space Systems Engineering• 
Space Systems Operations • 
Systems Engineering • 
Systems Engineering Management• 
Undersea Warfare • 
Underwater Acoustic Systems• 
Graduate School of Business and Public Policy
Acquisition and Contract Management • 
Contract Management• 
Executive Management • 
Executive Master of Business Administration• 
Financial Management • 
Information Systems Management • 
Defense Business Management• 
Defense Systems Analysis • 
Defense Systems Management, International • 
Material Logistics Support• 
Manpower Systems Analysis • 
Program Management• 
Resource Planning and Management for Interna-• 
tional Defense 
Supply Chain Management • 
Systems Acquisition Management • 
Transportation Management • 
School of International Graduate Studies
Civil–Military Relations • 
Combating Terrorism: Policy, Strategy• 
Defense Decision Making and Planning • 
Homeland Security and Defense• 
Security Studies• 
Stabilization and Reconstruction• 
National Security and Intelligence:• 
– Middle East, South Asia, Sub-Saharan Africa 
– Far East, Southeast Asia, Pacific
– Europe and Eurasia
– Western Hemisphere 
          
The student body consists of U.S. officers from all branches of the uniformed services, civilian employees of the 
federal government, and foreign military officers and government civilians. The resident degree/subspecialty stu-
dent population for December 2010 is shown in Figure 1 on the following page. 
Graduate School of Operational 
and Information Sciences
Computer Science • 
Computer Technology • 
Electronic Warfare Systems • 
Human Systems Integration • 
Information Sciences • 
Information Systems and Operations • 
Information Systems and Technology • 
Information Warfare • 
Joint C4I Systems • 
Joint Information Operations • 
Modeling, Virtual Environments, and Simulation• 
Operations Analysis • 
Operational Logistics, Joint • 
Software Engineering • 

















*Army Reserve, Army Reserve National Guard, Coast Guard, National Oceanographic and Aeronautics Administration
Figure 1: Resident Degrees/Subspecialty Student Population for December 2010 (1,666 total)
Academic Degrees
Curricula meet defense requirements within the traditional degree framework. All curricula lead to a master’s; ad-





Space Systems Operations• 
Systems Analysis• 
Systems Engineering• 
Systems Engineering Analysis• 




































Electronic Warfare Systems Engineering • 
Engineering Acoustics• 
Engineering Science• 
Human Systems Integration• 
Information Operations• 
Information Systems and Operations• 
Information Technology Management• 
Information Warfare Systems Engineering• 
Management• 
Materials Science and Engineering• 
Mechanical Engineering• 
Meteorology• 
Meteorology and Physical Oceanography• 





Figure 3. Degrees Conferred in December 2010























































* Advanced degrees: doctorate in physical oceanography  (1), software engineering (1) 
** Other master’s degrees: combat-systems technolog y (1), contract management (3), information-systems management (1),  information-
systems technolog y (1), information-warfare systems engineering (1), management (1), modeling, virtual environments, and simulation 
(2), physical oceanography (1), program management (3), systems engineering (3)









The thesis is the capstone of the student’s academic endeavor at NPS. Thesis topics address issues ranging from 
the current needs of the fleet and joint forces to the science and technology that is required to sustain long–term 
superiority of the Navy/DoD.
Aided by faculty advisors, NPS students represent a vital resource within the DoD for addressing warfighting 
problems, one especially important at present, when technology in general, and information operations in par-
ticular, is changing rapidly. Our officers think innovatively and possess the knowledge and skill to apply nascent 
technologies in the commercial and military sectors. Their first–hand grasp of operations, when combined with a 
challenging thesis project that requires them to apply their focused graduate education, is one of the most effec-
tive elements in solving fleet/joint–force problems. NPS graduate education encourages a lifelong capacity for 
applying basic principles to the creative solution of complex problems.
NPS is unique in its ability to conduct classified research. Restricted theses are available on the NPS SIPRNET.
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FRESHWATER EXPORT FROM THE ARCTIC OCEAN AND ITS 
DOWNSTREAM EFFECT ON LABRADOR SEA DEEP CONVECTION 
IN A HIGH-RESOLUTION NUMERICAL MODEL 
Timothy P. McGeehan–Lieutenant Commander, United States Navy
B.S., U.S. Naval Academy, May 2000
M.S., Naval Postgraduate School, March 2008
Doctor of Philosophy in Physical Oceanography–December 2010
Dissertation Supervisor: Wieslaw Maslowski, Department of Oceanography
Committee Members: Peter Chu, Department of Oceanography 
Timothy Stanton, Department of Oceanography 
CAPT (select) Rebecca Stone, United States Navy, Department of Oceanography 
Peter Guest, Department of Meteorology
The Labrador Sea is one of the only known locations of deep open-ocean convection, a process determined 
to play a significant role in regulating global thermohaline circulation and climate. The main hypothesis of 
this study is that low salinity water from the Arctic Ocean, particularly outflow through the Canadian Arctic 
Archipelago (CAA), may affect Labrador Sea deep convection. To address it, output from a pan-Arctic high-
resolution coupled ice-ocean model was examined. Volume and freshwater fluxes through the CAA for 1979-
2004 were found in good agreement with the observations. Further analyses suggest that the flow through 
the major CAA channels depends on the sea surface height gradient between the Arctic Ocean and northern 
Baffin Bay. Freshwater flux anomalies entering the Labrador Sea through Davis Strait do not immediately af-
fect deep convection. Instead, eddies and sea ice acting on shorter time scales can move freshwater to locations 
of active convection and halt the process, which underscores the importance of high-resolution. Also, chang-
ing ice conditions revealed the Northwest Passage was a possible shipping route in three summers. Finally, 
preliminary results from an eddy-resolving model configuration suggest that many of the shortcomings in this 
model may be rectified with higher spatial resolution. 
KEYWORDS: Arctic Ocean, Labrador Sea, Canadian Arctic Archipelago, climate change, deep convection, 
sea ice, freshwater, eddies, oceanography, numerical modeling, Northwest Passage 
SOFTWARE SYSTEM ARCHITECTURE MODELING METHODOLOGY FOR NAVAL
GUN WEAPON SYSTEMS
Joey Rivera–Major, United States Army Reserve
BGS, Indiana University, 1993
M.A., Webster University, 2004
Doctor of Philosophy in Software Engineering, December 2010
Advisor: Mikhail Auguston, Department of Computer Science
This dissertation describes the development of an architectural modeling methodology that supports the 
Navy’s requirement to evaluate potential changes to gun weapon systems in order to identify potential soft-
ware safety risks. The modeling methodology includes a tool (Eagle6) that is based on the Monterey Phoenix 
(MP) modeling methodology, and has the capability to create and verify MP models, execute formal assertions 
via pre-defined macro commands, and a visualization tool that generates graphical representations of model 
scenarios. The Eagle6 toolset has two scenario generation modes, Exhaustive Search for model verification 
within scope, and Random trace generation for statistical estimates of nonfunctional properties, such as per-
formance. The dissertation demonstrates how the Eagle6 tool may improve the SSSTRP evaluation process by 
including a methodology to use formal assertions to test for software states that are considered unsafe.
Keywords: Open Architecture, Software Requirements, Software Safety, COTS Safety Analysis, Software 






THE ALLOCATION OF AUTOMATED TEST EqUIPMENT CAPACITY 
WITH VARIABILITY IN DEMAND AND PROCESSING RATES
Mustafa Serkan Akturk–1st Lieutenant, Turkish Army
B.S., Turkish Military Academy, 2002
Jeremy M. Beckham–Lieutenant, United States Navy
B.S., Embry-Riddle Aeronautical University, 2005
Master of Business Administration–December 2010
Thesis Advisor: Kenneth Doerr, Graduate School of Business and Public Policy
Thesis Advisor: Noah Myung, Graduate School of Business and Public Policy
The purpose of this thesis is to develop a model for allocating the Consolidated Automated Support System 
(CASS) to the intermediate repair sites. The model uses integer, linear, and nonlinear programming (opti-
mization) to determine the approximate number of CASS stations at a site based on demand, operational 
availability of the aircraft at the site, budget, and utilization of the CASS stations. The model can be used as a 
decision tool by NAVAIR PMA 260 to allocate CASS stations to that site. Monte Carlo simulation with Crystal 
Ball is used to examine the impact of variability on the current and the proposed solution. Determining the 
number of CASS at a site affects the number of spare parts and the operational availability, and in turn will 
affect the budget of PMA 260. In this thesis, we develop a decision support tool to assist PMA 260 in making 
these CASS allocation decisions. Moreover, the most significant contributions are the proof of concept that 
variable and peak demand can be incorporated into capacity planning (beyond planning for average demand) 
and linking predicted congestion to operational availability of aircraft (readiness).
KEYWORDS: Consolidated Automated Support System, CASS, optimization, linear, and nonlinear pro-
gramming, Crystal Ball, Monte Carlo Simulation, Spreadsheet-based simulation, resource allocation, queuing 
theory (G/G/m), operational availability, readiness
AN ANALYSIS OF UNITED STATES MARINE CORPS ENLISTED ENTRY-LEVEL 
TRAINING USING SUPPLY CHAIN MANAGEMENT AND PROCESS ANALYSIS
Steven Alfonso–Captain, United States Marine Corps
Larry M. Younger–Lieutenant Commander, United States Navy
Dongjin Oh–Captain, Republic of Korea Army
Master of Business Administration–December 2010
Lead Advisor: Aruna Apte, Graduate School of Business and Public Policy
Support Advisor: William Hatch, Graduate School of Business and Public Policy
The Enlisted Entry-Level Training (EELT) pipeline is a complex network that is of vital importance to the 
U.S. Marine Corps’ ability to maintain a balanced force and serve as the nation’s force in readiness. This report 
provides an all-inclusive description of the EELT pipeline by identifying the fundamental steps in the supply 
chain, analyzing the supply chain’s critical characteristics, and providing informed recommendations related 
to operations and supply chain management in an effort to help synchronize the flow of human inventory 
through the EELT network. 
Master of business Administration
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The report recommends six initiatives that have the potential to reduce queuing, minimize P2T2, and decrease 
total costs. The first proposed recommendation is to level load trainees to the training pipeline throughout the 
year; second develop a push inventory system by eliminating PEF code assignments and postponing trainee 
classification; third decrease capacity at the recruit depots and increase capacity at Marine Combat Training 
schools; fourth maximize training capacity during the ONDJ trimester by employing all available resources 
and reducing lost time during the year-end holiday break; fifth enhance the Marine Corps Training Informa-
tion Management System through incentives, automation, and interoperability; sixth develop an EELT Supply 
Chain Process Owner focused on integrating processes across the supply chain.
KEYWORDS: Entry-Level Training; United States Marine Corps; Operations Management; Supply Chain 
Management; Process Analysis
ANALYSIS OF CONTEMPORARY CONTINGENCY CONTRACTING 
EDUCATIONAL RESOURCES 
Dean E. Allen–Lieutenant Commander, United States Navy
B.S.C.E., Arizona State University, May 1999
Vinson B. Morris–Captain, United States Army
B.S., Cumberland College, June 1997
Martin P. Plys–Major, United States Army
B.A., Washington State University, May 1999 
Advisor: Cory Yoder, Graduate School of Business and Public Policy
Second Reader: Rene G. Rendon, Graduate School of Business and Public Policy
This research project examines the problem caused by an inefficient matriculation process for contingency 
contracting officers that is more ad hoc than it is deliberate. The report specifically analyzes the fundamental 
differences among educational resources that are available to the contemporary contingency contracting of-
ficer: the Defense Acquisition University’s CON 234 and CON 334, the Naval Postgraduate School’s MN 
3318, and the U.S. Army’s Soldier’s Manual of Common Tasks (51C). We examined three factors that influ-
ence how these courses prepare acquisition professionals: the relative similarities and differences among the 
four courses; the extent to which each course benefits contingency contracting officers of varying targeted 
levels of proficiency; and whether the intent of each course is met in relation to its course description and 
targeted audience. The analysis incorporated the use of a benchmark hierarchical model, the Yoder Three-tier 
Model, to differentiate the four courses’ learning objectives and target audiences. Additionally, we assisted the 
Army’s Expeditionary Contracting Command in the fielding and validation of a Proficiency Assessment Test 
for contingency contracting officers. Our research efforts in this regard included conducting market research 
of Web-based test solutions, designing the user interface, inputting over 1,400 test questions, and analyzing 
examinee results.
KEYWORDS: Yoder’s Three-tier Model, Contingency Contracting, Gansler Commission, Expeditionary 
Contracting, Soldier’s Manual of Common Tasks (51C), Army Contracting Command
COLLABORATION IN HUMANITARIAN LOGISTICS: COMPARATIVE 
ANALYSIS OF DISASTER RESPONSE IN CHILE AND HAITI 2010
Victor Allende-Lieutenant Commander, United States Navy
Jorge Anaya-Lieutenant, United States Navy
Master of Business Administration–December 2010
Lead Advisor: Edward H. Powley, Graduate School of Business and Public Policy
Support Advisor: Aruna Apte, Graduate School of Business and Public Policy
The objective of this project is to examine the relationships that occur during collaboration and cooperation 
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among multiple agents (government, military, non-governmental) in the immediate aftermath of major natu-
ral catastrophes requiring the deployment of extensive humanitarian relief efforts. Specifically, the process of 
collaboration and the formation of interagency relationships and the effect on the humanitarian supply chain’s 
efficiency in providing aid immediately in devastated areas and the creation of positive social relationships 
that spur the process of healing and recovery amongst local populations and aid providers. Furthermore, with 
military organizations having an increasing role in providing aid, and the involvement of non-governmental 
organizations as specialists in disaster relief, these relationships have a large effect on the ability and success 
of a humanitarian operation in providing relief efficiently in terms of time, money and lives. Often the same 
conflicts reoccur resulting in wasted efforts of “reinventing the wheel” and protecting organizational interests 
instead of expending energies in providing aid.
KEYWORDS: Collaboration, Chile, Earthquake, Haiti, Humanitarian Logistics, Humanitarian Relief Ef-
forts, Humanitarian Aid, Military Organizations, Non-Governmental Organizations, United Nations
OPTIMIZING SECURITY OF CLOUD COMPUTING WITHIN THE DOD
Noemi Antedomenico–Major, United States Air Force
B.S., United States Air Force Academy, May 1997
M.A., Bowie State University, December 2001
Master of Business Administration–December 2009
Advisor: Dorothy E. Denning, Department of Defense Analysis
Co-Advisor: Ted Lewis, Center for Homeland Defense and Security 
Co-Advisor: Bret Michael, Department of Computer Science
What countermeasures best strengthen the confidentiality, integrity, and availability (CIA) of the implemen-
tation of cloud computing within the DoD? This question will be answered by analyzing threats and coun-
termeasures within the context of the ten domains comprising the Certified Information System Security 
Professional (CISSP) Common Body of Knowledge (CBK). The ten domains that will be used in this analysis 
include access control; telecommunications and network security; information security governance and risk 
management; application security; cryptography; security architecture and design; operations security; busi-
ness continuity planning and disaster planning; legal regulations, compliance, and investigation; and physical 
security. The results of this research provide a comprehensive guide for any DoD entity attempting to secure 
its cloud solution.
KEYWORDS: Cloud Computing, Security, Certified Information System Security Professional, Common 
Body of Knowledge, ten domains
NAVY ENTERPRISE RESOURCE PLANNING PROGRAM: GOVERNANCE 
CHALLENGES IN DEPLOYING AN ENTERPRISE-WIDE INFORMATION 
TECHNOLOGY SYSTEM IN THE DEPARTMENT OF THE NAVY
Kevin L. Carey–Commander, United States Navy
Elmer D. Valle–Lieutenant Commander, United States Navy
Master of Business Administration–December 2010
Lead Advisor: Douglas A. Brook, Graduate School of Business and Public Policy
Support Advisor: Douglas E. Brinkley, Graduate School of Business and Public Policy
The United States Department of the Navy (DoN) Enterprise Resource Planning (ERP) Program is deploying 
the largest enterprise wide information technology (IT) system seen in any public sector organization to date. 
Along with this landmark project is a multitude of implementation challenges for the Navy to overcome. The 
DoN is using private industry best practices to establish the Navy ERP Program. Some of the challenges faced 
by the Navy may stem from the inherent differences between public and private sector organizations. If so, the 
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management of IT system implementations in the Navy must therefore account for these sector differences, 
and cannot fully rely on private sector best practices. This paper will examine the implementation challenges 
of Navy ERP with respect to its public sector characteristics in order to provide a baseline for developing a 
governance framework for future enterprise-wide IT implementations in the DoN.
KEYWORDS: Navy ERP, ERP, Enterprise Resource Planning, Governance, Best Practices
ANALYSIS OF SURFACE WARFARE ENTERPRISE’S IMPLEMENTATION 
OF ENTERPRISE MANAGEMENT PRACTICES
Brandon S. Castle–Lieutenant, United States Navy
James G. Massie III–Lieutenant, United States Navy
Master of Business Administration–December 2010
Lead Advisor: Douglas A Brook, Graduate School of Business and Public Policy
Support Advisor: Phillip J. Candreva, Graduate School of Business and Public Policy
The Navy’s future success relies on its ability to maintain and improve its current level of readiness in an 
environment of limited budgets. The Enterprise concept has been the Navy’s tool to meet this fiscal chal-
lenge. Through better resource allocation, Navy Enterprise seeks to maximize return on investment (ROI). 
Previous projects have analyzed the results from Sea Enterprise through 2005 and Naval Aviation Enterprise 
through 2007. Addressing enterprise management in the Surface Warfare community expands this body of 
knowledge. 
This project focuses on enterprise practices in the Surface Warfare community. It analyzes how Surface 
Warfare Enterprise (SWE) is organized, governed, led and attempted to determine if changes in resource al-
location can be attributed to these practices. 
The results of this project reveal that SWE’s application of enterprise management practices through 
organization, governance, and leadership is largely consistent with corporate enterprise models and recom-
mendations, but also identifies some areas of inconsistency and potential challenges unique to SWE that 
must be managed carefully. The project identifies some changes in resource allocation that can be attributed 
to SWE, but is largely inconclusive. Further research into this area is recommended and a course of action is 
provided.
KEYWORDS: Surface Warfare Enterprise, Return on Investment, Organization, Governance, Surface 
Board, Enterprise Management, Cross-Functional, Navy Enterprise, SWE
GENERATION OF THE ARLEIGH BURKE DESTROYER CLASS 
SHIPBOARD PHASED REPLACEMENT PROGRAM LIST
Matthew J. Fahner–Lieutenant Commander, United States Navy
Charles N. Cuddy–Lieutenant, United States Navy
Master of Business Administration–December 2010
Lead Advisor: K. J. Euske, Graduate School of Business and Public Policy
Support Advisor: D. E. Brinkley, Graduate School of Business and Public Policy
This project is designed to provide a class-wide list of items for inclusion on the Phased Replacement Program 
(PRP) for each ship in the DDG 51 Arleigh Burke Class of Guided Missile Destroyers (DDGs). Current 
business practice involves the Supply Officer on each ship generating and maintaining an independent ship-
specific list. This practice reduces the efficiency in the supply chain for these items by not maximizing the 
demand and ordering structure. The intention of the generation of a class-wide list is to improve the ordering 
periodicity and provide visibility for replenishment of these parts at the unit level for further consolidation at 
the class-wide level for oversight, management, and guidance.
 Research was conducted using PRP lists gathered during ship visits, review of Naval Surface Forces’ 
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online financial management Continuous Monitoring Program, and cross referencing the data with Defense 
Logistics Agency’s inventory management databases to validate the PRP items selected for inclusion in the 
class-wide list for items that should be tracked, stored, and managed on all DDGs. The resulting PRP list is 
meant to provide a baseline for ship Supply Departments to use and does not include every PRP item that 
ships must have.
KEYWORDS: SURFSUP, PRP, Arleigh Burke, DDG 51, Destroyer, Phase Replacement Program, AFMP, 
List Generation
A BUSINESS-CASE ANALYSIS FOR THE VULTURE PROGRAM
Jered N. Fry–Captain, United States Air Force
Steven E. Tutaj–Captain, United States Air Force
Master of Business Administration–December 2010
Co-Advisor: Daniel A. Nussbaum, DoD Contractor
Co-Advisor: Alan J. Laverson, Graduate School of Business and Public Policy
The Vulture program is an initiative being developed by the Defense Advanced Research Projects Agency 
(DARPA). The end goal of the Vulture program is to develop a high altitude long endurance (HALE) un-
manned aerial vehicle (UAV) that is capable of maintaining a 1,000 pound payload on station for five years. 
The DARPA goals for the Vulture program include, at a minimum, the development and demonstration of 
advanced reliability technologies for the proposed future Vulture system. It is envisioned that Vulture will 
provide affordable, persistent coverage over an area of interest for surveillance and communications relay 
missions.
The purpose of this study is to estimate the potential cost savings and identify other benefits associated 
with the potential operational use of Vulture. This study conducts a business case analysis (BCA) comparing 
the estimated costs of the Vulture program to those of the Global Hawk and Global Observer systems. Sensi-
tivity analyses are performed on the cost variables, as well as a general risk assessment for Vulture.
KEYWORDS: Vulture, High Altitude Long Endurance (HALE), Unmanned Aerial Vehicle (UAV), So-
lar-powered, Business Case Analysis (BCA)
THE ART OF THE DEAL: HOW CAN THE AIR FORCE SUCCESSFULLY 
EXECUTE RENEWABLE ENERGY TRANSACTIONS?
Robert P. Goeke–Captain, United States Air Force
Christopher M. VanZoest–Captain, United States Air Force
Master of Business Administration–December 2010
Co-Advisor: Rene Rendon, Graduate School of Business and Public Policy
Co-Advisor: Bryan Hudgens, Graduate School of Business and Public Policy
The purpose of this paper is to explore the methods the Air Force uses to procure renewable energy. To com-
ply with Executive Order 13423, agencies must ensure that at least half of all renewable energy required under 
Energy Policy Act of 2005 comes from new renewable sources (developed after January 1, 1999) (Department 
of Energy, n.d.b). The Air Force is currently on track to meet the requirements of this legislation and is also 
the Department of Defense (DoD) leader in total renewable energy procured. The contracting tools used to 
procure renewable energy are Power Purchase Agreements and Enhanced Use Leases. The processes involved 
with Power Purchase Agreements and Enhanced Use Leases are unique and challenging. Additionally, re-
newable energy procurement includes many other participants or interested parties, which is contrary to the 
standard contracting process. Working within this renewable-energy arena requires the use of public–private 
partnerships in order for these deals to be successful. This paper will describe and evaluate the entire process 
used to procure renewable energy including parties involved, tools to execute, examples of successful projects, 
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and it will explain how the Air Force can better support the procurement of renewable energy.
KEYWORDS: Air Force, Contracting, Acquisition, Renewable Energy, Engineering, Contract Management, 
Public-Private Partnership, Power Purchase Agreement, Enhanced Use Lease, Porter’s Five Forces
ANALYSIS OF CONTRACT MANAGEMENT PROCESSES AT 
NAVAL SEA SYSTEMS COMMAND (NAVSEA)
La-Hesh A. Graham-Lieutenant Commander, United States Navy
B.S., Business Economics, State University of New York College at Oneonta, 1997
Alexander D. Wallace III-Lieutenant Commander, United States Navy
B.S., Business Administration, Management, Auburn University, 2000
Scott J. Lewis-Lieutenant Commander, United States Navy
Master of Business Administration-December 2010
Lead Advisor: Rene G. Rendon, Graduate School of Business and Public Policy
Support Advisor: Janie L. Maddox, Graduate School of Business and Public Policy
The purpose of this project is to assess the maturity of Naval Sea Systems Command’s (NAVSEA) Contract 
Management processes. NAVSEA is headquartered in Washington, DC. The analysis of NAVSEA will be 
conducted using the Contract Management Maturity Model (CMMM). The primary purpose of this research 
is to analyze NAVSEA’s contracting processes utilizing the Contract Management Maturity Assessment Tool 
(CMMAT), to identify key process area strengths and weaknesses, and to provide a road map for possible im-
provement if needed. This research reviews and categorizes the results of several Peer Reviews performed on 
NAVSEA by the six phases of the contract management process. This research also analyzes and categorizes 
open-ended responses to a question on critical success factors conducted on NAVSEA contracting person-
nel. The results will provide NAVSEA a snapshot of the maturity level of their contracting processes. This 
will allow NAVSEA to identify the unique challenges that it is facing and provide an assessment tool on how 
to effectively engage and overcome these challenges and potentially improve the organization’s contracting 
process.
KEYWORDS: Contract Management Maturity Assessment Tool (CMMAT), Naval Sea Systems Command 
(NAVSEA), Contract Management Maturity Model (CMMM), Peer Reviews, Critical Success Factors.
ANALYZING THE EFFECTIVENESS OF LOGISTICS NETWORKS 
DURING THE IMMEDIATE RESPONSE PHASE OF 
THREE DIFFERENT NATURAL DISASTERS
Ilyas Emre Gursoy–Lieutenant, Turkish Navy
Mohamed Tahar Brahim–Captain, Tunisian Army
Osman Onder–1st Lieutenant, Turkish Army
Master of Business Administration–December 2010
Lead Advisor: Susan K. Heath, Graduate School of Business and Public Policy
Support Advisor: Bryan Hudgens, Graduate School of Business and Public Policy
Every year, natural disasters affect millions of people around the world. Natural disasters are an unavoidable 
part of our lives, but effective disaster management increases the number of survivors and helps the victims. 
After disaster hits, the most important job is enabling an effective response operation. This operation involves 
many logistics activities and some special demand for relief goods. Today, supply chain management increases 
the effectiveness of logistics activities for many companies. The same thinking and modeling may help in-
crease the effectiveness of response operations. An important milestone for this achievement is to be able 
to evaluate the performance of response operations in system thinking. In this project, we introduced three 
theoretical performance metrics: demand and supply equilibrium, transportation utilization, and information 
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sharing, which help analyze the performance of overall response operations. We chose three different types 
of natural disasters: Hurricane Katrina, the 2004 Asian Tsunami, and the 2010 Haiti Earthquake to show the 
usefulness and applicability of these metrics. Unavailability of data associated with logistics operations made 
a thorough analysis impossible, but we assessed each disaster according to our metrics. The last part of this 
project focuses on the managerial implications of response operations considering these three metrics.
KEYWORDS: Disaster Management, Response Phase, humanitarian supply chains, disaster logistics net-
works, 2004 Asian Tsunami, Hurricane Katrina, Haiti Earthquake, humanitarian logistics, Relief Activities, 
Basic Need in natural disasters
EVALUATION OF THE UNITED STATES DRUG WAR POLICY ABROAD: 
A CASE STUDY IN COLOMBIA
Kevin T. Wright–Lieutenant Commander, United States Navy
Joseph S. Hamilton–Lieutenant, United States Navy
Master of Business Adminssistrsssssation–December 2010
Lead Advisor: David R. Henderson, Graduate School of Business and Public Policy
Support Advisor: John Enns, Graduate School of Business and Public Policy
As the United States continues to recover from the greatest recession since the Great Depression, the U.S. gov-
ernment must find cost savings. Therefore, this project aimed to find efficiencies through reallocating funds 
from a program proven ineffective. U.S. foreign aid programs such as Plan Colombia, in conjunction with 
Colombian President Uribe’s “Democratic Security” strategy, caused a significant drop in murder rates, the 
number of displaced people, and the number of kidnappings in Colombia over the last ten years. The purpose 
of beginning the drug war in Colombia was to interdict the drugs at the source. However, as a result of the 
“balloon effect” into Peru and Bolivia and technological advances by the narco-traffickers, the net result of 
interdiction has been virtually zero. Additionally, the source of the United States’ drug problem is not in Co-
lombia, but with the user and his or her demand for illicit drugs. Therefore, this project recommends aligning 
funding to support rehabilitation and prevention programs that will reduce the likelihood that a person will 
have the desire to abuse drugs again. Though there are possibly negative short-term effects of this policy, this 
project shows that the long-term effect favors rehabilitation and prevention.
KEYWORDS: Drug War, Colombia, Monroe Doctrine, Roosevelt Corollary, Cocaine, Foreign Aid, Drug 
Policy
TECHNOLOGY TRANSITION AND ADOPTION: A STUDY IN 
SEARCH OF METRICS FOR EVALUATING TRANSITION
David E. Hanisch–Captain, United States Air Force
B.S., Purdue University, May 2005
Master of Business Administration–December 2010
Advisor: Nicholas Dew, Graduate School of Business and Public Policy
Second Reader: Bryan J. Hudgens, Graduate School of Business and Public Policy
Accurate measures for technology adoption and transition are needed to provide objective evaluation systems 
for DoD acquisition programs. Currently, the DoD uses cost, schedule, and performance to evaluate the suc-
cess of their programs. Research from this area of study suggests that although cost, schedule, and performance 
have their benefits, these metrics do not give an entirely accurate representation of success. A multidimensional 
framework involving additional measures by which to evaluate technologies might give the DoD a more reli-
able and complete account of their acquisition systems. Better transition metrics could equate to an improved 
transition rate for the DoD, more efficient resource allocation, and fielding superior systems to the warfighter. 
Specifically, this study was an assessment of the DARPA AEO and how they should measure success with re-
gards to technology transition and adoption. Through greater comprehension of this topic, the AEO hopes to 
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improve the transition rate for their programs by understanding the factors that they can affect.
KEYWORDS: Technology Transition and Adoption, DARPA, AEO, Metrics, Evaluation
SYNERGISTIC APPROACH INTEGRATING JOINT CAPABILITIES FOR USSOCOM 
CONTINGENCY CONTRACTING: CONSTRUCTION MANAGEMENT MODULE
Chris M. Hearl–Captain, United States Air Force
Master of Business Administration–December 2010
Lead Advisor: E. Cory Yoder, Graduate School of Business and Public Policy
Support Advisor: Timothy G. Hawkins, Graduate School of Business and Public Policy
As a leader in front-line asymmetric threat operations, United States Special Operations Command (US-
SOCOM) has recently increased its presence around the world in support of military and national security 
objectives. Its mission demands flexibility and adaptability at the highest extent allowable under the law. Con-
tingency Contracting Officers (CCOs) supporting this mission are often looked upon as logistics facilitators, 
business advisors, resource managers, and general tactical experts in achieving contractual requirements and 
arrangements supporting the USSOCOM mission. As key enablers of this mission, CCOs are often asked 
to fulfill construction contract requirements in austere locations with little or no training in construction 
terminology and concepts. This project investigates the effectiveness of CCOs in executing construction 
requirements within the USSOCOM area of responsibility (AOR). The study provides strategic and tactical 
recommendations to address identified weaknesses, such as: proper training and manning of personnel, in-
adequate acquisition planning and contract management processes, and a lack of integration among a splin-
tered platform of cross-functional stakeholders. One such tactical recommendation is the development of a 
prototype Construction Management Module (CM2) to better manage the contingency contracting process 
for construction requirements. This recommendation is provided to improve specific problems realized with 
inadequate acquisition planning, insufficient oversight of work, and failure to include the appropriate funding 
considerations, clauses and evaluation factors in construction contracts.
KEYWORDS: Joint operations, special operations, contingency, contracting, construction, management, 
training, synergy, acquisition planning, Yoder three tier model. 
AN ANALYSIS OF ESTABLISHING A WEST COAST TRAINING SITE AT ALAMEDA, 
CALIFORNIA, TO MAXIMIZE TRAINING EFFICIENCIES AND OVERALL READINESS 
OF THE NAVY EXPEDITIONARY LOGISTICS SUPPORT GROUP (NAVELSG) 
SUBORDINATE UNITS
Christopher S. Koprivec–Lieutenant Commander, United States Navy
Master of Business Administration–December 2010
Peter J. Holdorf–Lieutenant Commander, United States Navy
Master of Business Administration–December 2010
Co-Advisor: Keenan Yoho, Graduate School of Business and Public Policy
Co-Advisor: Philip Candreva, Graduate School of Business and Public Policy
Currently, there is only one training site for the entire cargo handling force in the U.S. Navy, and it is located 
on the East Coast at Williamsburg, Virginia (commonly referred to as Cheatham Annex). This study analyzes 
the cost and readiness implications of establishing a second cargo handling training site at Alameda, Califor-
nia. We investigate the training process and scheduling from the Fleet Readiness Training Plan (FRTP), and 
comment on how it aligns the lower echelon command with the strategic training objectives of the cargo han-
dling force. The primary objectives of this study are to: (1) determine the necessary capacity, infrastructure, 
Table of Allowance (TOA), and asset utilization for an Alameda training site; (2) determine and establish the 
benchmark standard of the capacity, infrastructure, Table of Allowance (TOA), and asset utilization of the 
East Coast training site in Williamsburg, Virginia (CAX); and (3) recommend an efficient use of those assets 
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to increase the mission readiness capability of the FIFTH Navy Expeditionary Logistics Regiment units.
KEYWORDS: Naval Expeditionary Logistics Support Group, Navy Cargo Handling Battalion, Fleet Readi-
ness Training Plan, Table of Allowance, Cheatham Annex, Unit Level Training and Required Operational 
Capabilities Readiness Assessment and Projected Operational Environment.
COST IMPLICATIONS OF THE BROAD AREA MARITIME SURVEILLANCE 
UNMANNED AIRCRAFT SYSTEM FOR THE NAVY FLYING HOUR 
PROGRAM AND OPERATION AND MAINTENANCE BUDGET
Paul P. Lawler–Commander, United States Navy
B.S., United States Naval Academy, 1992
Master of Business Administration–December 2010
Co-Advisor: Lawrence R. Jones, Graduate School of Business and Public Policy
Co-Advisor: John Mutty, Graduate School of Business and Public Policy
The 21st century has ushered in an era of new maritime challenges for the U. S. Navy, requiring the ability 
to maintain situational awareness over the world’s maritime domain. The need for global Maritime Domain 
Awareness (MDA) has highlighted gaps in existing organic Intelligence, Surveillance, and Reconnaissance 
(ISR) collection capabilities within the Navy. To fill this capability gap, the Navy has initiated a recapitaliza-
tion plan of its airborne ISR force to leverage the technological capabilities of unmanned systems, of which the 
Broad Area Maritime Surveillance (BAMS) Unmanned Aircraft System (UAS) is an integral part.
The purpose of this thesis is to identify and analyze the cost implications of the acquisition of the BAMS 
UAS for the Navy’s Flying Hour Program (FHP) and the Operation and Maintenance, Navy (OMN) budget 
by developing an Operations and Support (O&S) cost estimation methodology for the BAMS UAS. Addition-
ally, this thesis analyzes some of the financial and support impacts of this weapon system within the context 
of the funding challenges the Navy will face in managing the FHP and OMN budget accounts in the near 
future.
KEYWORDS: BAMS, Flying Hour Program, cost estimation, UAS, UAV 
A COMPARATIVE STUDY OF DEFENSE REFORMS 
IN EASTERN EUROPEAN NATIONS
Lee Chee Hoe Michael, Ministry of Defense, Singapore
Master of Business Administration in Financial Management–December 2010
Advisor: Lawrence R. Jones, Graduate School of Business and Public Policy
Support Advisor: Philip J. Candreva, Graduate School of Business and Public Policy
This thesis analyzes the defense reforms in transitioning nations in Eastern Europe after the end of the Cold 
War. The objective is to compare the similarities and differences, as well as discern possible patterns of de-
fense reform. To provide an analysis of this topic, literature on public management reforms will be studied to 
better understand the array of socio-economic, political and other factors, which may be involved in defense-
oriented public management reforms. A proposed framework of the different forces of reforms (influence) and 
tides of reforms (purpose) will be developed to compare and analyze defense reforms in different countries. 
The model could serve as a framework for future analysis of defense reforms in other parts of the world. 
KEYWORDS: Defense Reform, Transformation, Professionalization, Bulgaria, Czech Republic, Poland, 
Ukraine
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THEORETICAL DIMENSIONS OF SMALL-UNIT RESILIENCE
John F. Lopes–Major, United States Army
Master of Business Administration–December 2010
Lead Advisor: Edward H. Powley, Graduate School of Business and Public Policy
Support Advisor: Gail F. Thomas, Graduate School of Business and Public Policy
When soldiers deploy into any theater of operation, they encounter a sustained series of stressors unlike any 
they would encounter at home station. To mitigate the cumulative effect of these stressors on their units and 
individual soldiers, leaders must be able to assist service members in learning strategies to effectively cope with 
stress under the most arduous of conditions. These strategies can improve the effectiveness and sustainability 
of our Soldiers in combat. The central purpose of this project is to identify how leaders can build, foster, and 
sustain resiliency in their organizations at the unit level. Resilience is defined as “the capacity for adaptability, 
positive functioning, or competence following chronic stress or prolonged trauma” (Sutcliffe & Vogus, 2003, 
p. 96). Put simply, it allows an individual or organization to draw on internal and external resources to positive-
ly adjust to current adversities and strengthens their ability to cope with future adversities. Building resilience 
is critical to mission accomplishment, longevity and sustainability of Soldiers in combat. However, in order 
for units to properly do so for the long-term, they must contain the following characteristics of resilience: 
concerted leadership, adequate resources, enhancement of organizational learning, flexibility/adaptability in 
the face of adversity, and goal oriented.
KEYWORDS: Resilience, Leadership, Post-traumatic Stress Disorder (PTSD), Suicide
DEVELOPING AND MAINTAINING A USEFUL DEPLOYED/
CONTINGENCY OPERATIONS FINANCIAL MANAGEMENT 
GUIDEBOOK FOR THE UNITED STATES MARINE CORPS
Jeffrey P. Middleton–Captain, United States Marine Corps
B.S., University of Phoenix, 2004
Master of Business Administration, 2010
Advisor: Lisa P. Potvin, Graduate School of Business and Public Policy
Second Reader: Lawrence R. Jones, Graduate School of Business and Public Policy
A contingency operation is an emergency in which military forces are used to address the outcome of natural 
disasters, terrorist attacks, subversions, or military operations. 
DoD involvement in deployed/contingency operations has increased and changed substantially in recent 
years: support of humanitarian and civic assistance missions and disaster relief has grown, as has the range of 
missions in which it engages. Ongoing support of the conflict in Afghanistan has also required a greater com-
mitment from military personnel and greater diligence on the part of those tasked with the responsibility of 
financial management prior to, during, and following the missions.
As a result of these changes, the need exists for establishing a nonrestrictive Deployed/Contingency Opera-
tions Financial Management Guidebook for Marine Corps continuity and consistency purposes. This will 
provide deployed/contingency finance personnel with references for financial management during a contin-
gency operation. This Guidebook provides nonmandatory guidance on best practices, lessons learned, and 
expectations.
KEYWORDS: Marine Corps Financial Management, Contingency Operations, Financial Management 
Guidebook, Comptroller, Disburser, 3404
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DETERMINANTS OF SERVICES SOURCING PERFORMANCE
William A. Muir–Captain, United States Air Force
B.S., North Carolina State University, December 2005
Master of Business Administration–December 2010
Advisor: Lieutenant Colonel Timothy G. Hawkins, USAF,
Graduate School of Business and Public Policy
Co-Advisor: Gregory G. Hildebrandt, Graduate School of Business and Public Policy
The need for reform in the Department of Defense’s (DoD) acquisition and management of services acquisi-
tions has been recently highlighted by the Government Accountability Office and by top leadership within the 
DoD acquisition community. However, problems with the acquisition of business-to-business services have 
not been limited to purchasing in the public sector; industry has also struggled with the effective acquisition 
of business-to-business services as the complexities and unique nature of services render the definition of 
requirements and the specification and measurement of contractor performance to be problematic. Despite 
these difficulties, little research has been conducted to examine the determinants of sourcing performance in 
services acquisitions. 
This study uses structural equation modeling to examine the relationships between service quality and its 
determinants in the U.S. Air Force’s acquisition of business-to-business services. Data were collected by sur-
veying a sample of contract administrators assigned to services acquisitions. The results of statistical analysis 
suggest that requirement definition sufficiency and government–contractor communication strongly affect 
the contract outcomes of service quality and regulatory and statutory compliance. A non-positive relationship 
is also found between the extent of compliance with regulations and statutes and the quality of the service 
rendered. Other results include a significant relationship between the level of commitment by the internal cus-
tomer and the sufficiency of the requirement definition as well as the deleterious effects of personnel turnover 
on compliance with regulations and statutes. While the results present several practical implications for the 
DoD’s acquisition and management of service contracts, this study also makes contributions to service quality 
theory in business-to-business contexts. A new service quality framework is proposed for customer-defined 
services, along with a revised scale for measuring service quality in business-to-business applications.
KEYWORDS: Contract Administration, Services Acquisition, Service Quality, Structural Equation Mod-
eling, Factor Analysis, Compliance, Relational Exchange, Resource-Based View, Competence-Based View, 
Communication, Turnover, Requirements Definition, Procurement Lead-Time, Buyer Experience
AN ANALYSIS OF THE U.S. DEPARTMENT OF DEFENSE CONTRACTING 
AND LOGISTICS SUPPORT DURING THE FIRST 100 HOURS OF 
THE 2010 HAITIAN DISASTER RESPONSE OPERATION
Stella Obayuwana–Lieutenant Commander, United States Navy
BS (honors), Industrial Chemistry, University of Benin, Nigeria–1994 
MBA, Webster University, IL–2006
Master of Business Administration-December 2010
Eric Lockett–Lieutenant Commander, United States Navy
Bachelor of Business Administration and Finance, National University, San Diego–1999 
Master of Business Administration-March 2011
Lead Advisor: Elliott Cory Yoder, Graduate School of Business and Public Policy
Support Advisor: Aruna Apte, Graduate School of Business and Public Policy
The devastation caused by the recent earthquake in Haiti dramatically impaired the capabilities of all rapid 
response efforts. The resulting extreme conditions made it difficult to transport and deliver equipment, mate-
rials, supplies, and services to the earthquake victims and the first responders. The objective of this research 
is to analyze the effectiveness of the contracting and logistics support provided by the Department of Defense 
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(DoD) through its collaborative disaster response effort- Operation Unified Response (OUR). This analysis 
reviews the initial response time, coordination of efforts, adequacy of support, contract administration and 
oversight processes, and logistics management of OUR within the first 100 hours of the disaster. Further, this 
analysis examines how the planners and coordinators of OUR used contracting and logistics to overcome 
the devastation, which challenged their abilities to provide prompt relief to those in Haiti. The research team 
studied recent DoD disaster response operations to help determine the how effective were DoD’s actions in 
the first 100 hours of the Haitian relief effort. The researchers recommend further research to analyze the cost 
savings associated with early integration of Contingency Contracting Officers (CCO) and Disaster Response 
Logisticians into the planning phases and life cycle of contingency operations, and they conclude that the time 
for DoD to improve its response practices is, NOW!
A COMPARATIVE ANALYSIS OF TWO PERIODS OF SUSTAINED 
BUDGET GROWTH AND AN INTERCEDING PERIOD OF BUDGET 
DECLINE FOR THE DEPARTMENT OF THE NAVY
Jeremy Robertson–Lieutenant, United States Navy
B.S., University of Arizona, 2005
Richard Curry–Captain, United States Marine Corps
B.A., University of Oklahoma, 2005
Dante Williamson–Lieutenant, United States Navy
B.S., Florida Institute of Technology, 2004
Master of Business Administration in Financial Management,
Master of Science in Management–December 2010
Co-Advisor: Philip Candreva, Graduate School of Business and Public Policy
Co-Advisor: Keenan Yoho, Graduate School of Business and Public Policy
Since 1998, the defense budget has risen steadily but force structure has not. There are fewer ships, aircraft 
and personnel in the Department of the Navy (DoN) today despite nearly 42% budget growth. This differs 
markedly from the periods of growth during the late 1970s and early 80s when force structure increased along 
with increased Navy budgets.
 Over the years, plenty of attention has been paid to how much the Department of Defense spends an-
nually in budget allocations and force structure. However, very little attention has been given to the area of 
increasing budgets with decreasing force structure. One barrier to such an investigation of increasing budgets 
and decreasing force structures is a consistent method by which analysts and policy makers may compare 
budget and force structure changes (growth and decline) longitudinally. This study introduces a baseline of 
historical and contextual information for defense leaders who are concerned about a likely decline in their 
budget. This study also introduces an analysis and comparison of budget and force structure data over time to 
assist policy makers in their analysis and decision-making process when evaluating and developing budgets.
 The purpose of this project is to conduct a comparative analysis of the last two periods of sustained budget 
growth and its interceding period of decline for the Department of the Navy, describe corresponding changes 
in force structure, and propose possible explanations. Finally, this paper provides specific recommendations 
for areas of future research.
KEYWORDS: Budget Authority, Budget, Appropriations, Force Structure, Budget Growth
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EVALUATION OF THE REFORMATION OF NAVY 
PERSONALLY PROCURED TRANSPORTATION
William Jacob Shultz–Lieutenant, United States Navy
B.S., Jacksonville University, 2004
Master of Business Administration, December 2010
Co-Advisor–Kenneth Euske, Graduate School of Business and Public Policy
Co-Advisor–John Mutty, Graduate School of Business and Public Policy
The Naval Supply Systems Command (NAVSUP) is seeking to simplify procedures and find efficiencies in 
the Personally Procured Move (PPM) program in response to a larger Department of Defense effort to sim-
plify Defense Travel policy. This thesis describes the weaknesses in the current PPM policies and procedures. 
An analysis of the PPM policies and procedures concludes that the root cause common to the weaknesses 
indentified in the current PPM policies is an incentive structure that rewards a service member in the form of 
a variable monetary incentive based on the amount of weight he/she transports. This thesis proposes a three-
step pilot plan to address the weaknesses and to incentivize service members to transport fewer household 
goods. The first step implements a NAVSUP proposal to provide a financial charge card for service members 
to charge their transportation expenses. The second step is a shift to a fixed monetary incentive based on the 
average government contract cost for a Transportation Service Provider to ship household goods. The third 
step is a shift to a simple Electronic Fund Transfer while maintaining the fixed monetary incentive.
KEYWORDS: Personally Procured Move, Personally Procured Transportation, Household Goods, Personal 
Property 
ANALYSIS OF BIDDING BEHAVIORS IN NON-MONETARY, 
INCENTIVIZED, REAL-TIME UNIFORM AUCTIONS
Joshua H. Tiley–Lieutenant, United States Navy
Master of Business Administration–December 2010
Lead Advisor: William Gates, Graduate School of Business and Public Policy
Support Advisor: Noah Myung, Graduate School of Business and Public Policy
The Navy continually fights economic surge and recession, budget constraints, and natural personnel turn-
over to maintain personnel levels at desired “end-strength.” Forecasting retention bonus levels based on these 
socio-economic factors is extremely difficult. Current forecasting techniques are less precise than retention 
auctions because auctions provide the market clearing price to retain the desired end strength. This research 
examines bidding strategies adopted within a retention auction incorporating monetary and non-monetary 
retention incentives in a competitive bidding environment.
This research compared user inputs across several subjects and determined which subjects to retain. Previ-
ous experiments compared participants’ bids to computer simulated “optimal” bids; it was hard to say how, or 
if, bidding strategies would change if competing with other live players.
There are two issues when dealing with optimal bidding strategies. The first is correct choosing non-
monetary incentives. We found that 70% of these choices were made correctly. The second involves the salary 
requested after choosing non-monetary incentives. The salary requests were above the optimal bids. Coupled 
with the fact that non-monetary incentives were generally chosen correctly, this shows that most participants 
miscalculated their salary request. Other controls and instructions should be introduced prior to implementing 
a formal retention auction.
KEYWORDS: Combinatorial Auction Mechanism, Retention, CRAM, non-monetary incentives, NMI, 
manpower.
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EXPLORING THE FINANCIAL BENEFITS OF U.S. ARMS EXPORT PRODUCTION
Andrew A. Yeung–Captain, United States Marine Corps
A.B., University of Michigan, May 2005
Master of Science in Business Administration–December 2010
Co-Advisors: Keenan Yoho, Graduate School of Business and Public Policy
Jeremy A. Arkes, Graduate School of Business and Public Policy
This research examines the role of arms export production in achieving financial cost savings to the U.S. 
Department of Defense (DoD). A review of three theoretical benefits, identified by arms trade scholars, that 
DoD enjoys as a result of arms export production shows that there is some merit to the claim that unit costs 
may be lowered as a result of exports. Using the F-16 fighter aircraft as a case study, this research employs 
financial cost analysis using cost improvement curves to estimate the extent to which DoD benefitted in terms 
of reduced per-unit costs through concurrent export production. This research makes a significant contribu-
tion to the cost analysis and arms exports literature by quantifying commonly purported financial benefits 
attributable to arms export production.
KEYWORDS: foreign arms sales, arms trade, arms exports, military exports, foreign military sales, F-16, 
F-16 procurement, F-16 production, F-16 delivery, F-16 unit cost, arms sales benefits, cost savings, export cost 
savings, export production, learning curve theory, cost improvement curve, cost improvement analysis, rate 
adjustment model, cost estimation
ANALYSIS OF PERFORMANCE-BASED SERVICE CONTRACTING AND ITS 
APPLICABILITY TO TURKEY’S DEFENSE ACqUISITION ACTIVITIES
Gunaydin Yilmaz–1st Lieutenant, Turkish Army
Master of Business Administration –December 2010
Advisor: Rene G. Rendon, Graduate School of Business and Public Policy 
Second Reader: Janie Maddox, Graduate School of Business and Public Policy
The purpose of this MBA professional report is to explore and analyze Performance Based Service Contract-
ing (PBSC) and provide a clear description of PBSC to Turkish Department of Defense policy-makers. This 
Report includes a literature review and background information about PBSC, current PBSC implementation 
in the U.S., current Turkish acquisition rules and regulations, the legal barriers to implementation of PBSC 
and recommendations (based on the findings) to the Turkey Ministry of Defense for the implementation of 
PBSC in Turkey.
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THE VIABILITY OF A METAMATERIAL SOLUTION FOR THE DEFENSE 
OF AN INCIDENT HIGH-ENERGY ELECTROMAGNETIC BEAM
Alex B. Baynes–Lieutenant, United States Navy
B.S., Cornell University, May 2004
Master of Science in Physics-December 2010
Master of Science in Applied Mathematics–December 2010
Advisor: James H. Luscombe, Department of Physics
Co-Advisor: Clyde L. Scandrett, Department of Applied Mathematics
Metamaterials have given rise to envisioning the design and engineering of materials through which light 
would be directed by design. The purpose of this thesis is to explore the idea of using transformational optics 
through the use of metamaterials as a way of defending against an incident electromagnetic beam. The theo-
retical and realistic viability of two possible proposed material solutions will be tested, through the use of the 
COMSOL Multiphysics software package.
KEYWORDS: Counter-Directed Energy Weapons, Directed Energy Weapons, Metamaterials, Transforma-
tional Optics, Cloaking, Free Electron Laser, Anti-Ship Missile, Office of Naval Research 
TEMPERATURE RISE INDUCED BY A ROTATING/
DITHERING LASER BEAM ON A FINITE SOLID
Tsuwei Tan–Lieutenant, Republic of Chinese Navy (Taiwanese Navy)
B.S., U.S. Naval Academy- May 2004
Master of Science in Applied Mathematics–December 2010
Master of Science in Applied Physics–December 2010
Advisor: Hong Zhou, Department of Applied Mathematics
Co-Advisor: Gamani Karunasiri, Department of Physics
High-energy laser weapons have been evolving progressively in recent years. These weapons deliver high-
intensity beams to a target and can instantly destroy or burn it. They may cause potential threats to Navy ships, 
computer networks, guided missiles, and satellites in orbit. In order to reduce our military’s vulnerability to 
high energy laser weapons, one possible countermeasure is to rotate or rock the object itself when it is hit by 
the laser beam. 
The main purpose of this thesis is to investigate the relationship between the speed of a rotating/dithering 
laser beam and the maximum temperature rise induced by the laser beam on a finite solid. We have investi-
gated extensively the numerical solutions for the transient temperature rise in both one-dimensional (1-D) and 
two-dimensional (2-D) finite solids due to rotating/dithering laser beams. Our mathematical approaches in-
clude the eigenfunction expansion method, the Crank-Nicolson method, the Fast Fourier Transform method 
and COMSOL for 1-D and 2-D cases. We have employed COMSOL to solve the 3-D non-homogeneous heat 
equation. 
This thesis provides the first study that we know of on the effect of rotating/dithering laser beams on a 
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finite target. Our results are consistent with previous analytical studies on semi-infinite regions. The quantita-
tive relationship between maximum temperature rise and laser beam rotating speed, which is presented in this 
thesis, can be used as a general guide for adjusting the speed of rotation of the target in order to prevent the 
maximum temperature rise from reaching the melting point of the target.
KEYWORDS: Separations variables, eigenfunction expansion, Crank-Nicolson, Fast Fourier Transform
OPTIMAL FINITE-THRUST TRANS-EARTH INJECTION (TEI) MANEUVERS 
FOR A LOW LUNAR ORBIT (LLO) EARTH RETURN MISSION
Omar J. Wheatley–Lieutenant Commander, United States Navy
M.S., Naval Postgraduate School, December 2010
Master of Science in Astronautical Engineering–December 2010
Master of Science in Applied Mathematics–December 2010
Advisor: I. Michael Ross, Department of Mechanical and Aerospace Engineering
Co-Advisor: Wei Kang, Department of Applied Mathematics
Pseudospectral methods are used to efficiently solve complex, non-linear optimal control problems and can 
be used to develop rapid and robust control solutions in astrodynamics applications. With the renewed efforts 
in resuming future manned missions to the moon or near-earth asteroids, fuel optimal flight trajectories are 
desired in order to alleviate the need for overestimates in fuel carried onboard, which has a negative impact 
on the overall spacecraft design.
This thesis uses a pseudospectral optimal control solver, DIDO, to solve for a fuel optimal moon-to-earth 
trajectory using only the auxiliary engines of the Orion Crew Exploration Vehicle (CEV) for the entire mis-
sion. Additionally, higher-order necessary conditions are examined to test the extremality of the computed 
solution. Singular arcs that appear in a main engine variable thrust, fuel optimal trajectory are examined by 
applying the Bellman Pseudospectral method. The feasibility of using the CEV auxiliary engines in place of 
the main engines for the singular arc maneuver is also investigated.





THE VIABILITY OF A METAMATERIAL SOLUTION FOR THE DEFENSE 
OF AN INCIDENT HIGH-ENERGY ELECTROMAGNETIC BEAM
Alex B. Baynes–Lieutenant, United States Navy
B.S., Cornell University, May 2004
Master of Science in Physics-December 2010
Master of Science in Applied Mathematics–December 2010
Advisor: James H. Luscombe, Department of Physics
Co-Advisor: Clyde L. Scandrett, Department of Applied Mathematics
Metamaterials have given rise to envisioning the design and engineering of materials through which light 
would be directed by design. The purpose of this thesis is to explore the idea of using transformational optics 
through the use of metamaterials as a way of defending against an incident electromagnetic beam. The theo-
retical and realistic viability of two possible proposed material solutions will be tested, through the use of the 
COMSOL Multiphysics software package.
KEYWORDS: Counter-Directed Energy Weapons, Directed Energy Weapons, Metamaterials, Transforma-
tional Optics, Cloaking, Free Electron Laser, Anti-Ship Missile, Office of Naval Research 
NEAR-FIELD IMAGING OF CHARGE TRANSPORT IN GALLIUM 
NITRIDE AND ZINC OXIDE NANOSTRUCTURES
Richard Adam Cole– Lieutenant, United States Navy
University of Kansas, May 2004
Master of Science in Applied Physics–December 2010
Advisor: Nancy M Haegel, Department of Physics
Second Reader: Peter P. Crooker, Department of Physics
A novel technique for imaging minority carrier diffusion in semiconductor nanostructures has been applied 
to the characterization of GaN and ZnO nanowires and nanobelts. Near-field scanning optical microscopy 
(NSOM) is performed within a scanning electron microscope (SEM) to image carrier recombination with a 
spatial resolution exceeding the diffraction limit. The electron beam provides a high resolution, highly con-
trolled source of carrier generation at a point. Diffusion lengths can be extracted directly from the resulting 
distribution of the recombination luminescence. 
A Nanonics Multi View 2000 provides a unique open architecture to allow the electron beam to be inci-
dent on a fixed point on the nanowire with independent motion of a collecting fiber to map the luminescence 
distribution. Probe tips are cantilevered optical fiber tips with diameters from 100 to 500 nm. Simultaneous 
NSOM, AFM and SEM imaging provides topographic, optical emission, and carrier transport information.
This characterization technique has been used to measure minority carrier diffusion lengths in GaN nano-
wires, ZnO nanowires, and ZnO nanobelts, with diffusion lengths extracted from carrier recombination 
profiles. Evidence of waveguiding in some nanowires and nanobelts was also observed. The first measure of 
ZnO nanowires using this technique resulted in a measured diffusion length of approximately 150 nm for 
nanowires grown by the hydrothermal method and approximately 640 nm for those grown by physical vapor 
deposition. Additional results comparing diffusion lengths in n-type, p-type and unintentionally doped GaN 
nanowires, ZnO nanowires, and ZnO nanobelts are presented. While measuring the diffusion lengths of these 
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structures, it was also observed that diffusion length measurements were sometimes impacted by combined 
effects associated with surface topography and optical waveguiding and interference. 
KEYWORDS: Transport Imaging, Minority Carrier Diffusion Length, GaN nanowires, ZnO nanobelts, 
ZnO nanowires, Near Field Scanning Optical Microscopy (NSOM)
TERAHERTZ IMAGING VIA A MICROBOLOMETER CAMERA
UNDER ILLUMINATION OF A qUANTUM CASCADE LASER
Ioannis Nellas–Lieutenant Junior Grade, Hellenic Navy
B.S., Hellenic Naval Academy, July 2002
Master of Science in Applied Physics–December 2010
Advisor: Gamani Karunasiri, Department of Physics
Co-Advisor: Dragoslav Grbovic, Department of Physics
The terahertz (THz) region of the electromagnetic spectrum has not been fully utilized due to the lack of 
compact and efficient sources as well as detectors. This thesis aimed on characterizing a quantum cascade laser 
(QCL) beam and achieving high quality real-time THz imaging using a 160x120 pixel FLIR A20M microbo-
lometer camera designed to operate in long wave infrared range. The FTIR spectroscopy of the QCL beam 
revealed that lasing could be achieved at 2.85 and 2.91 THz frequencies depending on the bias current. This 
behavior was analyzed using the longitudinal modes of the laser and found to correspond well with the ex-
perimental observations. Real-time imaging of concealed objects in transmission mode was accomplished us-
ing the silicon nitride-based microbolometer camera under illumination via the QCL with average power less 
than 1 mW. The larger extent of the object required the expansion of the narrow laser beam using a parabolic 
reflector and refocus on the camera using a second parabolic reflector. The standard Ge lens of the camera was 
replaced by a Tsurupica lens since the earlier lens was opaque to THz radiation. The real-time imaging can be 
extended to reflection mode as well as longer standoff distances using higher power THz lasers. 
KEYWORDS: QCL, Terahertz, microbolometer, Tsurupica lens, FLIR A20M, mode hopping, tunability.
TEMPERATURE RISE INDUCED BY A ROTATING/
DITHERING LASER BEAM ON A FINITE SOLID
Tsuwei Tan–Lieutenant, Republic of Chinese Navy (Taiwanese Navy)
B.S., U.S. Naval Academy- May 2004
Master of Science in Applied Mathematics–December 2010
Master of Science in Applied Physics–December 2010
Advisor: Hong Zhou, Department of Applied Mathematics
Co-Advisor: Gamani Karunasiri, Department of Physics
High energy laser weapons have been evolving progressively in recent years. These weapons deliver high-
intensity beams to a target and can instantly destroy or burn it. They may cause potential threats to Navy ships, 
computer networks, guided missiles, and satellites in orbit. In order to reduce our military’s vulnerability to 
high energy laser weapons, one possible countermeasure is to rotate or rock the object itself when it is hit by 
the laser beam. 
The main purpose of this thesis is to investigate the relationship between the speed of a rotating/dithering 
laser beam and the maximum temperature rise induced by the laser beam on a finite solid. We have inves-
tigated extensively the numerical solutions for the transient temperature rise in both one-dimensional (1-D) 
and two-dimensional (2-D) finite solids due to rotating/dithering laser beams. Our mathematical approaches 
include the eigenfunction expansion method, the Crank-Nicolson method, Fast Fourier Transform and COM-
SOL for 1-D and 2-D cases. We employed COMSOL to solve the 3-D non-homogeneous heat equation.
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This thesis provides the first study that we know of on the effect of rotating/dithering laser beams on a 
finite target. Our results are consistent with previous analytical studies on semi-infinite regions. The quantita-
tive relationship between maximum temperature rise and laser beam rotating speed, which is presented in this 
thesis, can be used as a general guide for adjusting the speed of rotation of the target in order to prevent the 
maximum temperature rise from reaching the melting point of the target.
KEYWORDS: Separations of variables, eigenfunction expansion, Crank-Nicolson method, Fast Fourier 
Transform method.
DISTURBANCE DETECTION IN SNOW USING POLARIMETRIC 
IMAGERY OF THE VISIBLE SPECTRUM
David C. West–Lieutenant Commander, United States Navy
B.S., United States Naval Academy, May 2001
Master of Science in Applied Physics–December 2010
Advisor: Richard C. Olsen, Department of Physics
Second Reader: David M. Trask, MASINT Chair
Optical polarimetric data were analyzed to determine their utility for detecting disturbances in snow.  Re-
search for this thesis was conducted in March of 2010 at Lake Tahoe in various settings and snow depths. 
Images of footprints, snowmobile tracks, and other disturbances were captured by Bossa Nova’s linear stokes 
polarization camera named SALSA.  This device implemented a fast switching liquid crystal polarizing filter 
to separate polarized light onto a 782 x 582 pixel detector operating in the 400 to 700 nanometer range.  The 
data were then analyzed for polarimetric signatures by isolating the disturbances from the background and 
then comparing standard deviations of intensity and polarization occurrences.  Additionally, texture filters 
were applied to determine if the disturbances could be enhanced and thus highlighted from the background. 
The results of the study showed that intensity was a stronger discriminant for disturbances in snow than 
polarization in the visible spectrum. This result was most likely due to the Umov Effect where bright objects 
typically have low polarization signatures. This conclusion discounts the significant polarization observed in 
shadowed regions due to polarized skyshine.






A MULTILEVEL SECURE CONSTRAINED INTRUSION-
DETECTION SYSTEM PROTOTYPE
Kah Kin Ang–DoD Civilian
B.Eng., Nanyang Technological University, June 2004
Master of Science in Computer Science–December 2010
Co-Advisor: Cynthia E. Irvine, Department of Computer Science
Co-Advisor: Thuy D. Nguyen, Department of Computer Science
The Monterey Security Architecture (MYSEA) provides a distributed multilevel secure (MLS) environment 
consisting of a MLS local area network (LAN) and multiple single-level networks. The MYSEA server enforc-
es a mandatory access control policy to ensure that users can only access data for which they are authorized. 
Intrusion detection systems (IDS) placed on a single-level network can store the alerts in the IDS databases at 
the same classification level as the network being monitored. As most databases do not support the enforce-
ment of mandatory security policies, access to these databases is restricted to single-level access only. Thus, 
administrators are not presented with a coherent view of IDS alerts from all of the connected networks. 
The objective of this thesis is to design a database proxy to allow administrators to view and analyze IDS 
information at multiple classification levels while enforcing the systems overall mandatory policy. Based on 
the derived concept of operations and the requirements, a design for the database proxy that mediates ac-
cess to databases at different levels was conceived. A prototype database proxy was implemented along with 
modifications to a web-based analysis tool to allow the viewing and analysis of IDS information at multiple 
classification levels.
KEYWORDS: Intrusion Detection Systems (IDS), Information Assurance (IA), MYSEA, Database Proxy
REAL-TIME SPEAKER DETECTION FOR USER DEVICE BINDING
Mark J. Bergem–Lieutenant, Junior Grade, United States Navy
B.A., University of California at Santa Barbara, December 2004
Master of Science in Computer Science–December 2010
Advisor: Dennis Volpano, Department of Computer Science
Second Reader: Robert Beverly, Department of Computer Science
This thesis explores the accuracy and utility of a framework for recognizing a speaker by his or her voice 
called the Modular Audio Recognition Framework (MARF). Accuracy was tested with respect to the MIT 
Mobile Speaker corpus along three axes: 1) number of training sets per speaker, 2) testing sample length and 
3) environmental noise. Testing showed that the number of training samples per speaker had little impact on 
performance. It was also shown that MARF was successful using testing samples as short as 1000ms. Finally, 
testing discovered that MARF had difficulty with testing samples containing significant environmental noise. 
An application of MARF, namely a referentially transparent calling service, is described. Use of this service 
is considered for both military and civilian applications, specifically for use by a Marine platoon or a disaster 
response team. Limitations of the service and how it might benefit from advances in hardware are outlined.
KEYWORDS: Speaker Recognition, Voice, Biometrics, Referential Transparency, Cellular phones, mobile 
communication, military communications, disaster response communications
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AN ANALYSIS OF RAPID TECHNOLOGY TRANSFER SOLUTIONS AND 
BEST PRACTICES FOR USE BY THE DEPARTMENT OF DEFENSE
Dennis R. Holden–Lieutenant Commander, United States Navy
B.S., United States Naval Academy, May 2001
Master of Science in Computer Science–December 2010
Advisor: Dennis M. Volpano, Department of Computer Science
Second Reader: Susan L. Higgins, Cebrowski Institute
The DoD is burdened by an integrated defense-acquisition, technology, and logistics lifecycle-management 
system that is designed to acquire large systems, such as ships, and that takes years to complete. Information 
technology evolves at a rapid pace because it is driven by industry. The DoD acquisition system is therefore at 
odds with industry development, at least with respect to information technology. Acquisition of information 
technology cannot follow the same path as a ship if the DoD wants the warfighter to have the most advanced 
technologies. 
The acquisition of technology is about much more than the technology alone. Each stage of the acquisi-
tion process, even for technologies that are never ultimately adopted, offers some information that needs to 
be cataloged in a way that others can use it. This thesis proposes a clearinghouse for this purpose. The clear-
inghouse should decrease the amount of time required to get information technology to the warfighter. The 
changes that need to occur are not limited to information sharing. Although that is a central component, this 
thesis identifies other barriers that must be overcome.
KEYWORDS: information technology, acquisition 
AN APPLICATION FOR NORMAL AND CRITICAL 
OPERATIONS IN A TACTICAL MLS SYSTEM
Yeow Cheng Ng–Defense Science and Technology Agency, Singapore
B.Sci., National University of Singapore, 1996
Master of Science in Computer Science–December 2010
Co-Advisors: Cynthia E. Irvine, Department of Computer Science
Mark Gondree, Department of Computer Science
The ability of first responders to access sensitive and critical information during an emergency can help save 
lives and reduce damage. There may be information normally unavailable to first responders that could help 
during a crisis. The Transient Tactical Access to Sensitive Information (T-TASI) system is intended to em-
ploy an emergency access control policy and be a scalable security solution for transient trust. Built on a least 
privilege separation kernel (LPSK), the T-TASI system allows a coordinating authority to provide temporary, 
controlled access to sensitive information to authorized first responders, during emergencies. The current T-
TASI system prototype, however, lacks applications demonstrating this capability. This work has developed a 
T-TASI system application. Through analysis, three necessary software subsystems were identified: a memory 
management system, a file storage system and an application-level library providing interfaces compliant with 
the standard C library. We describe the design, implementation, and testing of the application and the three 
supporting components, all of which will facilitate future application development for the T-TASI system.




A STUDY AND TAXONOMY OF VULNERABILITIES IN WEB 
BASED ANIMATION AND INTERACTIVITY SOFTWARE
David M. Post–Captain, United States Marine Corps
B.S., San Diego State University, June 2002
Master of Science in Information Warfare Systems Engineering–September 2010
Master of Science Computer Science–September 2010
Co-Advisor: Chris Eagle, Department of Computer Science
Co-Advisor: Dan Boger, Department of Information Sciences
This thesis attempts to study and categorize vulnerabilities in common software packages. This study results 
in a proposed taxonomy that will help in protecting vulnerable systems, in order to better enable computer 
network defense operations. Additionally, this taxonomy will help focus further research in developing exploits 
aimed at these vulnerabilities, for use in Computer Network Attack and Exploitation operations. Throughout 
this study, Adobe Flash, a widely used Web browser plug in is used as a case study, due to the many known 
vulnerabilities and exploits tailored to Adobe Flash that exist.
KEYWORDS: Adobe Flash, Vulnerability Taxonomy, Exploit, Computer Network Defense, Computer Net-
work Attack, Computer Network Exploitation, Computer Network Operations, CND, CNA, CNE, CNO
SECURING EMERGENCY STATE DATA IN A TACTICAL COMPUTING ENVIRONMENT
Raymond quah–Defense Science and Technology Agency, Singapore
B.S. (Comp), National University of Singapore, June 2000
M.Tech. (SE), Institute of Systems Science, June 2005
Master of Science in Computer Science–December 2010
Advisor: Cynthia E. Irvine, Department of Computer Science
Co-Advisor: Timothy E. Levin, Department of Computer Science
Allowing first responders to access emergency-support information for which they are normally not autho-
rized can save lives and property. A trusted emergency management solution was developed at the Naval Post-
graduate School to provide transient access to sensitive information during an emergency. This document pro-
vides a high-level design analysis for performing distributed emergency signaling for this system over a tactical 
IP network. We describe how the protocol supports the emergency management concept of operations. The 
document specifies requirements pertaining to emergency signaling and includes an analysis that describes 
the system response to all possible emergency state transitions. We also review various communication proto-
cols and evaluate their merits with respect to their suitability for use on emergency networks. Detailed design 
analysis supports the commencement of an emergency management implementation phase.
KEYWORDS: Emergency signaling, emergency state, transient access, heartbeat 
A CONFIGURATION FRAMEWORK AND IMPLEMENTATION 
FOR THE LEAST-PRIVILEGE SEPARATION KERNEL 
Chee Luan quek–Defense Science and Technology Agency, Singapore
B.Eng., National University of Singapore, 1996
Master of Science in Computer Science–December 2010
Co-Advisors: Cynthia E. Irvine, Department of Computer Science
  Paul C. Clark, Department of Computer Science
The least-privilege separation kernel (LPSK) configuration vector defines the initial secure state and the op-
erational configuration of the kernel, including its security policies. Enhancements made to the LPSK func-
tional specification necessitated substantial changes to the configuration vector data format defined previously. 
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Moreover, the earlier format used an ad-hoc syntax which did not adhere to any standard. This work leverages 
Extensible Markup Language (XML) to standardize the configuration vector format. The new configuration 
vector format is depicted in a XML Schema, and its limitations are discussed. A more compact binary repre-
sentation is defined, with an offline tool provided to generate binary configuration vectors for the target plat-
form. Creation of a configuration vector file is a laborious and error-prone task. A good user interface can ease 
the process by removing underlying complexities from users. Pertinent features of XML editors were assessed 
in a survey. Using these as requirements, an XML editor with a suitable graphical user interface was selected. 
KEYWORDS: Configuration vector, Vector tool, LPSK, XML, XML editors, XML Schema, XSD
DESIGN AND IMPLEMENTATION OF AN AUDIT 
SUBSYSTEM FOR A SEPARATION KERNEL 
Boon Pin Toh–Defense Science and Technology Agency, Singapore
B.S., University of Tokyo, 2002
Master of Science in Computer Science–December 2010
Advisor: Cynthia E. Irvine, Department of Computer Science
Co-Advisor: Paul C. Clark, Department of Computer Science
A separation kernel can be used as the foundation of a high assurance system that enforces mandatory security 
policies. The contexts in which such separation kernels might be used include support for a distributed trusted 
path, high assurance routing, and for a multilevel secure mobile device that supports an extraordinary access 
partition for access to sensitive data during a crisis. Separation kernel requirements call for an audit subsystem 
that helps to enforce accountability policy by allowing administrators to detect unauthorized activities from 
the logs collected. The Least Privilege Separation Kernel (LPSK) being implemented for the Trusted Comput-
ing Exemplar (TCX) project did not have an audit subsystem.
 This thesis describes the design and implementation of an audit subsystem for the LPSK. Requirements 
were gathered based on an existing specification and protection profile. A variable-length token-based audit 
log format was designed to allow flexibility in recording different types of events. Interfaces to other LPSK 
modules and non-LPSK modules were designed and a prototype was developed. Testing results show that the 
prototype supports the LPSK audit requirements. Hence, this work demonstrates the feasibility of implement-
ing the LPSK audit subsystem based on the proposed design.
KEYWORDS: Separation Kernel, Audit, High Assurance System
IP SERVICES DESIGN AND IMPLEMENTATION IN A PROTOTYPE DEVICE 
FOR TRANSIENT TACTICAL ACCESS TO SENSITIVE INFORMATION
Ho Liang Yoong–Civilian, Singapore
B.Eng., Nanyang Technological University, 2001
M.Sc., Singapore MIT Alliance, National University of Singapore, 2002
Master of Science in Computer Science–December 2010
Advisor: Cynthia E. Irvine, Department of Computer Science
Second Reader: David J. Shifflett, Department of Computer Science
In network-centric warfare, access to critical information can result in a strategic advantage. During critical 
situations, a soldier using tactical devices may need transient access to information beyond their normal clear-
ances. The Least Privilege Separation Kernel (LPSK), being developed at the Naval Postgraduate School, 
can be the basis of an extended multilevel security (MLS) system that can support and control such access. 
A Trusted Services Layer (TSL), which depends on the LPSK, provides support for various multilevel secu-
rity services. Currently, the LPSK lacks a software network stack for networking communications. Without 




An Internet Protocol (IP) stack was proposed for the LPSK-based system. The IP stack is to be imple-
mented in the context of the LPSK architecture, which uses modularity and layering to organize its software. 
Open source implementations of the IP stack were evaluated to leverage the common functionality required 
by all IP stacks. Lightweight Internet Protocol (LWIP) was selected as a starting point for use with the LPSK. 
LWIP required modifications for use with the LPSK. The IP stack and a proof of concept networking dem-
onstration were successfully implemented in this project.
KEYWORDS: Least privilege separation kernel, Multilevel security, Lightweight Internet Protocol, Network 
protocol stack, Internet Protocol stack 
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This thesis analyzed the U.S. Army Contracting Command (ACC) training and development programs for 
contract specialists (1102s). Involvement in two wars has generated unintended consequences in the con-
tracting community which may be adversely affecting the Army’s ability to meet and sustain its contracting 
responsibilities, e.g., an expanding contracting mission accompanied by substantial attrition of experienced 
contracting professionals. The study analyzed 1102 training and development practices at two major Army 
Contracting Centers: (1) Tank-Automotive and Armaments Command (TACOM) Contracting Center; and (2) 
Joint Munitions & Lethality ( JM&L) Contracting Center. 
The objective of the study was to draw conclusions on the overall efficacy of 1102 training and develop-
ment programs and to recommend ways to mitigate the aforementioned gaps. Surveys and interviews were 
conducted with TACOM and JM&L Contracting Center employees, workforce development personnel, and a 
Defense Acquisition University professor.
Conclusions included: (1) the vision and goal of becoming world-class contracting centers will remain 
works-in-progress for five to 10 years in the future; (2) the Army may be more focused on certifications than 
contracting performance outcomes; and (3) interns may be overwhelmed with classes, yet detached from 
obtaining sufficient On-the-Job Training (OJT). Recommendations include: substantially increasing OJT, ap-
pointing OJT coordinators, and offering well-structured training programs tailored to individual developmen-
tal assignments.
KEYWORDS: Contract Specialist, Training Programs, Development Programs, Tank Automotive and Ar-
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The objective of this thesis is to investigate a wideband leakage-cancellation circuit (WLCC) to facilitate po-
tential improvement of range resolution in single-antenna, frequency-modulated, continuous-wave (FMCW) 
radar, as well as other applications.
The research has successfully extended the operating bandwidth of a basic single frequency leakage-cancel-
lation circuit (LCC) by the use of a frequency demultiplexing and multiplexing circuit (FDMC) consisting of a 
bank of N leakage cancelling branches. The WLCC was designed, tested and evaluated through a low risk and 
cost-effective approach, using an electronic-design automation software system known as the advanced design 
system (ADS) 2009 developed by Agilent Technologies. The WLCC was successfully evaluated by benchmark-
ing its performance against that of a single frequency LCC, both with ideal and non-ideal component param-
eter settings. The robustness of the WLCC was also evaluated by a series of simulations with antenna load 
mismatch conditions. Future work was proposed on the current WLCC design to support ongoing research 
on the wirelessly networked, distributed digital-phased array (WNDDPA).
KEYWORDS: Wideband, Leakage, Cancellation
TORqUE CONTROL OF A SEPARATE-WINDING 
EXCITATION DC MOTOR TO A DYNAMOMETER 
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B.S., Old Dominion University, August 2004
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In this thesis, the theory behind a separate-winding excitation direct-current (DC) motor and profile of the 
motor’s torque versus rotor speed is studied. The torque versus rotor speed profile results are predictably linear 
at a given armature voltage. 
Output torque of a separate-winding excitation DC motor is proportional to the armature current. From 
this theory, a program was written in Simulink with Xilinx embedded software to enable a user to command 
the DC motor torque through a graphical user interface (GUI). The command is then converted to control ar-
mature current through a field-programmable gate array to the DC motor. The armature current level is main-
tained through a programmed proportional integral (PI) Controller to keep output torque constant regardless 
of armature voltage and rotor speed. This result is a way to command constant output torque to a DC motor.
KEYWORDS: Direct Current (DC) motor, Programmable Gate Array (FPGA), Proportional Integral (PI) 
Controller, Torque, Rotor Speed
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AN ANALYSIS OF CRYPTOGRAPHICALLY SIGNIFICANT BOOLEAN FUNCTIONS 
WITH HIGH CORRELATION IMMUNITY BY RECONFIGURABLE COMPUTER
Carole J. Etherington–Lieutenant, United States Navy
B.S., University of Kentucky, May 2004
Master of Science in Electrical Engineering–December 2010
Co-Advisor: Jon T. Butler, Department of Electrical and Computer Engineering
Co-Advisor: Pantelimon Stanica, Department of Applied Mathematics
Boolean functions with high correlation immunity can be used in cryptosystems to defend against correlation 
attacks. These functions are rare and difficult to find. As the number of variables increases, this task becomes 
exponentially more complex and time consuming. Three different ways to execute a program to find the cor-
relation immunity of a function are compared in this thesis. First, a program was written in C and executed 
on a conventional CPU. The same program was then executed on an FPGA on the SRC-6 reconfigurable 
computer. A similar program was written in Verilog and executed on the FPGA. By taking advantage of the 
parallel processing ability of the SRC-6, a well programmed Verilog macro can find functions with high cor-
relation immunity at a much faster rate.
 The SRC-6 reconfigurable computer is used in this thesis to find the correlation immunity of millions of 
functions of up to six variables. Rotation symmetric and balanced functions were examined to find subsets 
that contain a high percentage of functions with good correlation immunity. The nonlinearity and correlation 
immunity of functions of four and five variables were compared to find functions with the best balance to 
fend off both correlation and linear attacks on a cryptosystem.
KEYWORDS: Correlation Immunity, Cryptology, Field Programmable Gate Array (FPGA), Reconfigurable 
Computer, Rotational Symmetric Functions, Bent Functions, Balanced Functions
GEOLOCATION OF LTE SUBSCRIBER STATIONS BASED ON 
THE TIMING ADVANCE RANGING PARAMETER
Leslie A. Jarvis, Jr.–Lieutenant, United States Navy
B.S., The Citadel, May 2006
Master of Science in Electrical Engineering–December 2010
Advisor: John C. McEachen, Department of Electrical and Computer Engineering
Co-Advisor: Herschel H. Loomis, Department of Electrical and Computer Engineering
The possibility of geolocating a long-term evolution (LTE) subscriber station based on the timing advance ranging 
parameter within the network signal internals is investigated in this thesis. The basic approach to geolocation based on 
radial distances from multiple base stations is outlined. Specifics of the timing parameters used during LTE network 
entry are examined as they relate to calculating these distances. Computer simulation is used to demonstrate expected 
geolocation accuracy in multiple base station networks when estimating likely locations of subscriber stations on a two-
dimensional coordinate mapping system. Computer simulation is further refined to demonstrate expected geolocation 
accuracy in multiple base station networks when estimating likely locations of subscriber stations on a three-dimensional 
coordinate mapping scheme. The possibility of fixes with ten times greater accuracy than in previous results in literature 
are shown by applying timing advance techniques to global system for mobile communications networks when using a 
two-dimensional coordinate mapping scheme. Accuracy capable of being within fifty centimeters when using a three-
dimensional coordinate mapping scheme, comparable to the accuracy in global positioning system technologies, are also 
shown.
KEYWORDS: 3GPP, Long Term Evolution, LTE, Geolocation, Ranging, Timing Advance
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FPGA IMPLEMENTATION OF ROBUST SYMMETRICAL NUMBER SYSTEM 
IN HIGH-SPEED FOLDING ANALOG-TO-DIGITAL CONVERTERS
Han Wei Lim-Lieutenant Commander, Republic of Singaporean Navy
B.E., University of New South Wales, December 2002
Master of Science in Electrical Engineering – December 2010
Advisor: Phillip Pace, Department of Electrical and Computer Engineering
Second Reader: David Jenn, Department of Electrical and Computer Engineering
Analog-To-Digital Converters (ADCs) are integral building blocks of most sensor and communication systems 
today. As the need for ADCs with faster conversion speeds and lower power dissipation increases, there is a 
growing motivation to reduce the number of power-consuming components by employing folding circuits to 
fold the input analog signal symmetrically prior to quantization by high-speed comparators. These properties 
of low-power consumption, compactness, high-resolution and fast conversion speeds make folding ADCs an 
attractive concept to be used for defense applications, such as unmanned systems, direction-finding antenna 
architectures and system-on-a-chip applications.
 In this thesis, a prototype of an optical folding ADC was implemented using the Robust Symmetrical 
Number System (RSNS). The architecture employs a three-modulus (moduli 7, 8, 9) scheme to preprocess the 
antenna signal.
This thesis focuses on the simulation and hardware implementation of this ADC architecture, including 
the bank of comparators and the RSNS-to-Binary Conversion within the Field Programmable Gate Array 
(FPGA), to achieve an eight-bit Dynamic Range of 133. This is then integrated with the front-end photonics 
implementation (designed under a separate thesis). Low frequency analyses of the results using a 1-kHz input 
signal indicate a 5.39 Effective Number of Bits (ENOB), a Signal-to-Noise Ratio plus Distortion (SINAD) of 
34.21 dB, and a Total Harmonic Distortion (THD) of -61.68 dB.
KEYWORDS: Robust Symmetrical Number System, Dynamic Range, Field Programmable Gate Array 
(FPGA), Effective Number of Bits (ENOB), SINAD, Total Harmonic Distortion (THD)
MAXIMISING AVAILABLE DIVERSITY IN A MIMO FADING CHANNEL
Wei Gee Ng, Republic of Singaporean Air Force
B.Eng (EEE), Nanyang Technological University, Singapore, January 2001
Master of Science in Electrical Engineering–December 2010
Advisor: Tri T. Ha, Department of Electrical and Computer Engineering
Co-Advisor: Weilian Su, Department of Electrical and Computer Engineering
The effects of Rayleigh fading on a wireless communications link and the diversity techniques that are avail-
able to combat fading are explored in this thesis. The thesis consists of two main portions, an exploration on 
the use of spatial diversity and an exploration on the use of space-frequency diversity.
In harnessing spatial diversity, the use of space-time coding is proposed to combat fading. Several codes 
of diversity two and four are explored, including quasi-orthogonal (QO) codes that are able to achieve a unity 
rate. The concept of constellation rotation for QO codes to maximize the available diversity is studied. QO 
codes are shown by simulation to be able to achieve full diversity, despite the fact that the codes are non-
orthogonal. The use of space-time-frequency (STF) code to harness both space and frequency diversity is 
also explored. Simulations were performed for a variety of channel correlations to simulate varying degrees 
of frequency-selectivity. Results show that STF codes are very effective when the correlations in frequency 
response are less than 0.5. STF codes also have a power advantage over space-time codes with comparable 
diversity and bandwidth efficiency. 




DISCOVERY OF BENT FUNCTIONS USING THE FAST WALSH TRANSFORM
Timothy R. O’Dowd–Lieutenant, United States Navy
B.S., Carnegie Mellon University, May 2005
Master of Science in Electrical Engineering–December 2010
Co-Advisor: Jon T. Butler, Department of Electrical and Computer Engineering
Co-Advisor: Pantelimon Stanica, Department of Applied Mathematics
Linear cryptanalysis attacks are a threat against cryptosystems. These attacks can be defended against by using 
combiner functions composed of highly nonlinear Boolean functions. Bent functions, which have the highest 
possible nonlinearity, are uncommon. As the number of variables in a Boolean function increases, bent func-
tions become extremely rare. A method of computing the nonlinearity of Boolean functions using the Fast 
Walsh Transform (FWT) is presented.
The SRC-6 reconfigurable computer allows testing of functions at a much faster rate than a PC. With a clock 
frequency of 100 MHz, throughput of the SRC-6 is 100,000,000 functions per second. An implementation of 
the FWT used to compute the nonlinearity of Boolean functions with up to five variables is presented. 
Since there are Boolean functions of n variables, computation of the nonlinearity of every Boolean function 
with six or more variables takes thousands of years to complete. This makes discovery of bent functions dif-
ficult for large n. An algorithm is presented that uses information in the FWT of a function to produce similar 
functions with increasingly higher nonlinearity. This algorithm demonstrated the ability to enumerate every 
bent function for n = 4 without the necessity of exhaustively testing all four-variable functions.
KEYWORDS: Bent Functions, Cryptography, Field Programmable Gate Array (FPGA), Reconfigurable
Computer, Fast Walsh Transform
PERFORMANCE EVALUATION OF PHOTONIC SIGMA DELTA ADCS
Yean Wee Tan-Singapore Technologies Engineering
B.Eng., Nanyang Technological University, Dec 2007
Master of Science in Electrical Engineering – December 2010
Advisor: Phillip E. Pace, Department of Electrical and Computer Engineering
Second Reader: David C. Jenn, Department of Electrical and Computer Engineering
The feasibility of implementing an oversampling photonic analog-to-digital converter (ADC) architecture 
based on sigma-delta modulation is investigated in this thesis. Sigma delta modulators employ oversampling, 
integration and feedback in iterative loops to obtain a high-resolution representation of the input signal. The 
signal is digitized through the use of a coarse quantizer which causes the output to oscillate between the quan-
tized levels at high-speed so that its average value over the Nyquist band is an accurate representation of the 
sampled input signal. The use of a coarse quantizer introduces large quantization noise; however, this noise is 
subtracted from the subsequent samples through the use of a feedback loop and an integrator. This has the ef-
fect of spreading out the quantization error over the sampling frequency, which is much high than the Nyquist 
frequency. The advantage of using a photonic approach is that a very high sampling frequency can be achieved 
by using high speed laser pulses generated by a mode locked laser. In addition, there is an increase in signal 
bandwidth over an electronic implementation (audio range), as the carrier medium is a lightwave pulse rather 
than an electrical current. Thus, the frequency limiting effects of capacitance and inductance can be avoided.
The integration of photonic and electronic components to realize a photonic sigma delta ADC are consid-
ered. The integration process was broken up into steps. First, the performance of a pair of dual-port Mach-
Zehnder interferometers (MZI) modulating a train of narrow high-speed laser pulses from a mode-locked la-
ser was investigated. Various parameters like the half-wave voltage (Vπ) and insertion loss were verified. Next, 
the ability of the MZIs to modulate the laser pulses, including the subtraction of two RF signals going into the 
two RF ports, was investigated. After that, the performance of a high-speed comparator circuit was evaluated. 
The comparator circuit was implemented using high-speed analog components capable of supporting data 
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rates of up to 50 Gbps. The comparator components have to be tested individually and then integrated to en-
sure that they are able to amplitude analyze the modulated laser pulses using their respective matching thresh-
old values. Lastly, the performance of the ring resonator, which was fabricated by the University of California 
Santa Barbara, was investigated. The ring resonator functions as an accumulator in the photonic ADC. 
In addition, a MATLAB simulation designed previously was used to simulate the behavior of the photonic 
sigma delta ADC. It was modified to speed up the simulation time and incorporate actual hardware param-
eters, including the time and amplitude jitter of the mode-locked laser. These laser parameters were character-
ized using a high-speed sampling oscilloscope. Thus, it was possible to predict the performance of the ADC 
under adverse effects as well as to show how the various electrical and optical signals appear at different parts 
of the circuit, which greatly adds to the efficiency of the integration process.
KEYWORDS: Sigma delta modulation, Electro-optic modulation, Mach-Zehnder interferometers, ring reso-
nator, analog-to-digital converter
PHOTONIC ANALOG-TO-DIGITAL CONVERTER PREPROCESSING 
USING THE ROBUST SYMMETRICAL NUMBER SYSTEM FOR 
DIRECT DIGITIZATION OF ANTENNA SIGNALS 
Tong Kee Leong–Major, Republic Of Singaporean Air Force
B.Eng., National University of Singapore, July 2000
Master of Science in Electrical Engineering–December 2010
Advisor: Phillip Pace, Department of Electrical and Computer Engineering
Second Reader: David Jenn, Department of Electrical and Computer Engineering
The need to realize pervasive battlespace awareness is placing an increasing demand on the bandwidth and 
resolution performance of modern sensors, communication receivers and electronic warfare. Fundamental to 
realizing this demand is the omnipresent high-speed analogue-to-digital converters (ADCs). The need con-
stantly exists for converters with higher resolution, faster conversion speeds and lower power consumption. To 
reduce the number of power-consuming components, high-performance ADCs employ parallel configuration 
of analog folding circuits to symmetrically fold the input signal prior to quantization by high-speed compara-
tors. 
 In this thesis, a prototype of an optical folding 6-bit ADC utilizing a 7-bit preprocessing architecture 
was implemented using the Robust Symmetrical Number System (RSNS). The architecture employs a three-
modulus (mod 7, 8, 9) scheme to preprocess the antenna signal. Electro-optic modulation of the input signal 
to generate the required number of folds within the dynamic range was successfully carried out in the three-
modulus realization using modulators with a small half-wave voltage. The detection outputs are carefully 
aligned and post-processed before amplitude analyzing with a high-speed comparator circuit responsible for 
the sampling and quantization of the signal (designed under a separate thesis). Low frequency analysis of the 
results using a 1-kHz input signal indicate a 5.42 effective number of bits (ENOB), a signal-to-noise ratio plus 
distortion (SINAD) of 34.42 dB, and a total harmonic distortion (THD) of -62.84 dB. 
KEYWORDS: Robust Symmetrical Number System, Electro-optic modulation, Half-wave voltage, Effective 
number of bits (ENOB), Signal-to-ratio distortion (SINAD), Total harmonic distortion (THD)
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DEVELOPMENT OF A DIGITAL TRACKING ARRAY WITH SINGLE-
CHANNEL RSNS AND MONOPULSE DIGITAL BEAMFORMING
Shih Yuan Yeh–Major, Republic of Chinese Army
B.S., National Defense University, July 2001
Master of Science in Electrical Engineering–December 2010
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Unmanned aerial vehicles (UAVs) are widely used in military applications, and one of the most common mis-
sions is remote sensing. Remote sensing requires UAVs equipped with different kinds of sensors. Information 
collected by remote sensors must be transmitted back to a ground control station (GCS) to conduct analysis. 
The majority of UAVs are controlled directly by GCS personnel using radio frequency (RF), line-of-sight 
(LOS) links. The ground antenna must acquire and then track the UAV signal. A digital phased array allows 
signal processing functions to be performed in the antenna processor as well as beamforming and tracking.
The development of a digital tracking array with single-channel robust symmetrical number system (RSNS) 
and monopulse digital beamforming (DBF) to track a UAV’s transmitted signal is described in this thesis. 
The RSNS is used as the direction finding (DF) algorithm and can provide high angle resolution with two 
closely spaced elements. However, as is typical for an array, the angle accuracy is reduced at the two ends of 
the field-of-view (FOV). The monopulse DBF is used to precisely track the signals. The monopulse tracking 
technique provides precise angle accuracy within a FOV of approximately ±45°. The tracking system is devel-
oped in LabView, and the performance of a six-element prototype array is demonstrated by measurement in 
an anechoic chamber.






DEVELOPMENT OF THE NONTECHNICAL SKILLS FOR 
OFFICERS OF THE DECK (NTSOD) RATING FORM
W. Max Long–Lieutenant, United States Navy
B.A., University of Kansas, December 2004
Master of Science in Human Systems Integration–December 2010
Advisor: Paul O’Connor, Center for Innovation and Structural 
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Second Reader: Michael McCauley, Department of Operations Research
This thesis describes the need for and development of the “Nontechnical Skills for Officers of the Deck” rat-
ing form. The purpose of the NTSOD rating system is to provide a framework for evaluating the nontechnical 
skills of U.S. Navy surface warfare officers of the deck (OOD). Nontechnical skills are the cognitive, social, 
and personal skills that complement technical skills. The NTSOD system supplements the current OOD 
qualification process by providing an objective and documented assessment of the nontechnical skills of OOD 
candidates. The system consists of four categories of behavior (leadership, communication, situational aware-
ness, and decision making), which are subdivided into 10 more specific, and observable, elements of behavior. 
The framework was developed through the analysis of data collected from qualified OODs. When properly 
utilized, the authors believe that the NTSOD system can improve the skills of OODs, and increase the overall 
mission effectiveness and safety of the surface fleet by providing feedback on a crucial aspect of OOD perfor-
mance that is not consistently evaluated across the Surface Fleet.
KEYWORDS: Surface Warfare, Officer of the Deck, Behavioral Markers, Nontechnical Skills, NTSOD
IDENTIFYING CAPABILITIES GAPS IN SHIPBOARD VISIT, 
BOARD, SEARCH, SEIZURE (VBSS) TEAMS
Kevin M. Ray–Lieutenant, United States Navy
B.S., Texas A&M, December 2004
Master of Science in Human Systems Integration–December 2010
Advisor: Michael E. McCauley, Department of Operations Research
Second Reader: Ronald D. Fricker, Jr., Department of Operations Research
During the past decade, a primary mission for the United States Navy has become Maritime Interception 
Operations. Many of these operations involve shipboard Visit, Board, Search, Seizure teams. These imbed-
ded teams consist of motivated sailors who go through a specific training pipeline to become a qualified team 
member. Once these sailors complete the training pipeline, they return to their commands and to their normal 
jobs. Visit, Board, Search, Seizure becomes a collateral duty that is often neglected until needed. The author 
conducted a focus group and administered a survey to individuals with Visit, Board, Search, Seizure experi-
ence to determine where the current capability gaps lie. The research found that Visit, Board, Search, Seizure 
teams are well trained, but shipboard manning requirements and Visit, Board, Search, Seizure as a collateral 
duty inhibit the teams ability to maintain proficiency.
KEYWORDS: VBSS, Visit, Board, Search, Seizure, CQB, CQC, Training, Manpower, Navy, Pirates
42
human systems integration
DEVELOPMENT OF A COST-ESTIMATION PROCESS FOR HUMAN SYSTEMS 
INTEGRATION PRACTITIONERS DURING THE ANALYSIS OF ALTERNATIVES 
Deborah A. Sindall–Lieutenant, United States Navy
B.S., Florida State University, December 2010
Master of Science in Human System Integration–December 2010
Advisor: Lawrence G. Shattuck, Department of Operations Research
Second Reader: Daniel A. Nussbaum, Department of Operational Research
All too often, system requirements are not funded appropriately due to failure to incorporate human–systems 
integration (HSI) costs into the analysis of alternatives (AoA) in the acquisition process. Failure to incorporate 
HSI costs results in cost overruns and deficiencies in performance that have a significant impact on life-cycle 
costs. For a cost estimate to be accurate, all HSI domains (e.g., manpower, personnel, training, human factors, 
etc.) must be included. A thorough cost estimation process for an AoA should identify, justify, and estimate all 
HSI-specific activities. The current cost estimation processes are lacking these HSI-specific activities. 
 This thesis describes the initial development and evaluation of an HSI cost estimation process for use dur-
ing the AoA. A database was created to capture all HSI-related activities during each phase of the acquisition 
process. Forty subject matter experts (SMEs) reviewed and provided feedback on the database and on a list 
of HSI cost drivers. They also estimated the percent effort required for each HSI activity. SMEs concurred 
with 80% of the database and made valid recommendations for improving the remaining 20%. This initial 
framework represents a first step in providing a process for estimating the cost of HSI activities.
KEYWORDS: Human Systems Integration, Defense Acquisition, Cost Estimation
AUGMENTING COMPREHENSION OF SPEECH IN NOISE WITH A COMPUTER-
GENERATED FACIAL AVATAR, AND ITS EFFECT ON PERFORMANCE
William R. Swann–Captain, Canadian Forces
B.S., University of Lethbridge, December 2005
Master of Science in Human Systems Integration–December 2009
Advisor: Lawrence G. Shattuck, Department of Operations Research
Second Reader: Michael E. McCauley, Department of Operations Research
Military operations often occur in noisy environments, which can interfere with effective verbal communica-
tion. Previous studies have established the effectiveness of allowing a listener to see the speaker’s mouth. This 
study examined the efficacy of incorporating a computer-animated facial avatar into a visual display in order 
to improve the comprehension of speech in noisy environments, while performing concurrent tasks. It also 
examined the effect of the avatar on the performance of concurrent auditory and visual tasks.
Twenty volunteers participated in an experiment measuring verbal comprehension, concurrent task perfor-
mance and gaze dwell times while auditory, verbal and visual tasks were being performed under noisy condi-
tions. The results indicated that the simple presence of the facial avatar did not significantly improve verbal 
comprehension while performing concurrent tasks. However, the facial avatar significantly improved verbal 
comprehension when the tasks being completed concurrently were more difficult and/or auditory-type tasks. 
The participants’ performance for the concurrent tasks was not significantly affected by the presence of the 
facial avatar. The incorporation of computer–animated facial avatars into visual displays has the potential to 





MIND GAMES: SETTING CONDITIONS FOR SUCCESSFUL COUNTERINSURGENCY
MILITARY INFORMATION SUPPORT OPERATIONS
Henry B. Davis IV–Major, United States Army
B.A., University of New Mexico, May 2000
Master of Science in Information Operations–December 2010
Advisor: Hy S. Rothstein, Department of Defense Analysis
Second Reader: Kalev I. Sepp, Department of Defense Analysis
The purpose of this study is to determine what actions can be taken by American military forces to set con-
ditions for conducting effective military information support operations (MISO) campaigns in counterin-
surgency (COIN) conflicts. To find these actions, hypotheses built upon tenets found in American military 
psychological operations (PSYOP) doctrine were compared to empirical observations of PSYOP conducted 
in three COIN case studies from the 1950s and 1960s. Because COIN literature is ripe with assertions such as 
Kalev I. Sepp’s that “effective, pervasive psychological operations (PSYOP) campaigns” are inherent in suc-
cessful COIN operations, it is ironic that few works discuss specific recommendations regarding the design 
and conduct of such campaigns. This study begins to fill this literature gap by showing that MISO relationship 
to other operations holds greater significance in effective MISO campaign design than internal details such as 
the level of centralization. This finding supports contemporary calls for a more unified group of inform and 
influence practitioners within the United States military as well as calls for the United States government to 
draft a national information strategy to better leverage this important element of national power.
KEYWORDS: Counterinsurgency, COIN, Psychological Operations, PSYOP, Military Information Support 
Operations, MISO, Information Operations, IO, Malayan Emergency, Vietnam, Kenya, Mau Mau Insurgency, 
influence operations, propaganda, psychological warfare, PSYWAR, political warfare, POLWAR, JUSPAO
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SOCIAL NETWORKING SERVICES FOR IO MESSAGING
Gabriel R. Downey II–Major, United States Army
B.A., University of Alabama, 1998
David A. Hollis–Major, United States Army
B.S., Appalachian State University, 1995
Harold D. Rouse–Captain, United States Army
B.S., University of Maryland University College, 2004
Master of Science in Information Operations–December 2010
Advisor: Dorothy E. Denning, Department of Defense Analysis
Second Reader: Heather S. Gregg, Department of Defense Analysis
Social-networking services (SNS) have achieved a salience in today’s society. Facebook has over 500 million 
active users worldwide. SNS have been used by companies to advertise and communicate with their custom-
ers. Politicians and government officials have created Facebook and Twitter accounts to keep in touch with 
constituents. They use these tools for campaigns, to gather feedback, and for strategic communications. The 
perceived effect of these tools to influence populations has prompted countries such as Iran and China to en-
act policies to limit access to these websites. The Department of Defense (DoD) is using some of these tools 
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for public affairs and strategic communications, but the use of these tools for the purpose of planned influence 
operations has not been exploited. Currently, SNS are used extensively in the private business and political 
sector. Studying the private sector’s use of SNS could yield some insights for the DoD and influence cam-
paigns. The purpose of this study is to determine if U.S. Information Operations (IO) professionals should 
develop Tactics, Techniques, and Procedures (TTPs) for the use of SNS in order to conduct IO. This work will 
research the successful use of SNS by marketing and political campaign professionals in order to identify the 
best uses of SNS for the IO community within the DoD.
KEYWORDS: Information Operations, Social Networking Services, Facebook, Twitter, Marketing, Political 
Campaign, Umar Abd al-Hakim, Anwar Al-Awalki, milBlog, milWiki, milBook, Blog, Microblog, Internet 
Forum, Message Board, Bebo, LinkedIn, YouTube, and Flicker
INFORMATION-GENERATED EFFECTS
Stephen R. Gibbs–Major, United States Army
B.S., Excelsior University, 2002
Master of Science in Information Operations–December 2010
Advisor: Hy Rothstein, Department of Defense Analysis
Second Reader: Michael Freeman, Department of Defense Analysis
This thesis researches three types of information-generated effects that are often observed in police opera-
tions: 1) anticipatory effects, 2) diffusion effects, and 3) residual effects. These information-generated effects 
depict the fact that criminal activity often decreases before a new police operation starts, decreases outside 
the geographical areas where the police operations are occurring, and regularly remains lower for an extended 
period of time after an operation has concluded. These disruptions in criminal activity are thought to occur 
because of an increase in the perceptions of risk and uncertainty in response to information about changes in 
enforcement presence and activities. 
The purpose of this research is to propose that anticipatory effects, diffusion effects, and residual effects 
can be planned into counterinsurgency operations to increase their effectiveness. These effects might be 
achieved through the oscillatory use of information operations that target an insurgent’s perceptions of risk 
and uncertainty about security force operations occurring in circumscribed areas.
KEYWORDS: Information, Effects, Information-Generated Effect, Information Operations, PSYOP, 
MISO, Military Information Support Operations, Anticipatory Effect, Diffusion Effect, Residual Effect, Im-
pact-Enhancing Effect, Criminology, Counterinsurgency
GAME THEORY AND THE WARRIOR DIPLOMAT: INTERAGENCY 
COOPERATION IN STABILITY AND RECONSTRUCTION OPERATIONS
Drew M. Irmischer–Major, United States Air Force
B.S., North Carolina State University, May 1997
Master of Science in Information Operations–December 2010
Advisor: Frank Giordano, Department of Defense Analysis
Second Reader: COL Gregory Wilson, USA, Department of Defense Analysis
The U.S. has become increasingly involved with failed and failing states since the end of the Cold War in the 
1990s. Further, failed and failing states are forecast to remain a national-security issue well into the future. 
American involvement with failed and failing states has primarily focused around reconstruction and stability 
operations, and crisis management efforts. Previous reconstruction and stability efforts have been wrought 
with inefficiency and agency stovepipes. The United States believes a whole government approach is the solu-
tion to effective reconstruction and stability operations. While most agree interagency cooperation is impera-
tive to the whole government approach, interagency cooperation is difficult to achieve in practice. The United 
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States State Department has been placed in charge of reconstruction and stability operations but has limited 
resources available. The Department of Defense is the only agency with the resources available. The Depart-
ment of State and Department of Defense resources, organizational structure, and capabilities are compared. 
Reconstruction and stabilization efforts of Provincial Reconstruction Teams in Afghanistan and Iraq are ex-
amined. An analysis utilizing Game Theory is performed to determine key mechanisms increasing interagency 
collaboration during reconstruction and stability operations.
KEYWORDS: Reconstruction and Stability Operations, Interagency Cooperation, Game Theory, Provincial 
Reconstruction Teams
VIA DIALOGUE OR MESSAGING: HOW AIR FORCE PUBLIC AFFAIRS 
IS LEVERAGING SOCIAL MEDIA
David S. Westover, Jr.–Major, United States Air Force
B.A., Pennsylvania State University, May 1996 
M.A., University of Florida, May 2004
Master of Science in Information Operations–December 2010
Advisor: Dorothy Denning, Department of Defense Analysis 
Second Reader: Margot Opdycke Lamme, University of Alabama
U.S. military public affairs (PA) policy has witnessed a comprehensive evolution in trust and transparency 
since the Vietnam War. This evolution continues to this day as Internet-based social media have drastically 
changed the way information is shared between individuals, groups and organizations. 
 As a result of this huge paradigm shift, the military PA professional must grapple with these emerging 
communication platforms not only to advise military commanders, but also to build trust and maintain re-
lationships with key stakeholders. More than traditional PA practices and procedures, social media offer an 
interactive approach that encourages dialogue and two-way communication. 
 This study found that most of the Air Force PA professionals who participated in this survey (n=126) 
reported that although they frequently use social media, very few report that they use social media to build 
relationships, engage in conversations, participate in discussions or to monitor the needs and interests of stake-
holders. Based on theoretical concepts of public relations, the survey respondents are not fully leveraging the 
interactive and dialogic nature of social media. 
KEYWORDS: Public affairs, public relations, social media, new media, dialogue, conversation, interactive, 
two-way communication, relationships, trust, transparency, messaging, strategic management, strategic com-
munication, stakeholders, embedded media, media relations, community relations, internal information, com-
mand information, PR 2.0. 
INFORMATION INFRASTRUCTURE AND SOCIAL  
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John Mark Wilson–Major, United States Army
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Master of Science in Information Operations–December 2010
Advisor: John Arquilla, Department of Defense Analysis
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This thesis explores whether the expansion of cellular phone networks and community-based radio broad-
casting into rural Pashtun communities could create operational vulnerabilities for the Taliban. Divergence is 
observed between the population’s adaptive behavior in response to the Taliban’s rural information strategy 
and the expansion of the information infrastructure. This study shows that this variance in the population’s 
responses could create an operational vulnerability for the Taliban. The success of any expansive information 
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strategy, however, may ultimately be limited by the population’s fear of Taliban reprisals and other inhibitors, 
such as illiteracy and inexperience in operating advanced technologies. To counter this condition, information 
strategists should implement cellular phone and community radio-based programs in areas where an embed-
ded security apparatus, such as the Village Stability Platform (VSP), can enhance local security conditions. 
By reducing the Taliban’s capacity for using violence to intimidate the population, developmental advisors 
embedded within the VSP can implement tailored cellular phone and community radio programs that exploit 
local incentive structures more effectively. With persistence, the benefits of these information systems will 
become increasingly apparent to the population, weakening Taliban influence.
KEYWORDS: Cellular Phones, Community Radio, Rural Afghanistan, Taliban, Information Operations, 






LEVERAGING NAVAL RIVERINE FORCES TO ACHIEVE INFORMATION SUPERIORITY 
IN STABILITY OPERATIONS
Stephen C. Gray–Lieutenant, United States Navy
B.S., Virginia Tech, May 2003
Master of Science in Information Technology Management–December 2010
Advisor: R. Mitchell Brown III, Naval War College
Second Reader: LtCol Karl D. Pfeiffer, USAF, Department of Information Sciences
The conflicts of Iraq and Afghanistan have provided an undeniable storyline: U.S. forces can conduct a con-
ventional mission better than any in the world, but that mission, accomplished in short order, leaves behind 
a situation for which conventional forces and equipment are ill-prepared. This situation requires a new mis-
sion: Stability Operations. The blue-water is not where these 21st century conflicts will likely take place, and 
forces such as the U.S. Navy Riverines are among the many forces that provide a capability to integrate and 
communicate with local populations that cannot be matched by blue-water forces. While the riverine force’s 
mission set is one that could become heavily utilized in stability operations, the ability to conduct those mis-
sions is currently hindered by a lack of implementation of information technology. The current disadvantages 
that greatly increase operational risk include a reduced capability to engage the population, reduced situational 
awareness, and limited communication reach-back capability. A riverine force properly equipped with and 
trained with biometric, unmanned, and information sharing systems would provide the NECC, and U.S. Navy 
as a whole, a more comprehensive ability to conduct stability operations in brown-water areas, something no 
other conventional Navy unit can currently accomplish.
KEYWORDS: Riverine, Security, Stability, Transition, and Reconstruction Operations, Information Supe-
riority, Naval Expeditionary Combat Command, Biometrics, Unmanned Aircraft Systems, Unmanned Aer-
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A STUDY AND TAXONOMY OF VULNERABILITIES IN WEB 
BASED ANIMATION AND INTERACTIVITY SOFTWARE
David M. Post–Captain, United States Marine Corps
B.S., San Diego State University, June 2002
Master of Science in Information Warfare Systems Engineering 
Master of Science in Computer Science–Sept 2010
Co-Advisers: Chris Eagle, Department of Computer Science
Co-Advisers: Dan Boger, Department of Information Sciences
This thesis attempts to study and categorize vulnerabilities in common software packages. This study results 
in a proposed taxonomy that will help in protecting vulnerable systems, in order to better enable computer-
network defense operations. Additionally, this taxonomy will help focus further research in developing exploits 
aimed at these vulnerabilities, for use in computer-network attack and exploitation operations. Throughout 
this study, Adobe Flash, a widely used Web browser plug-in, is used as a case study, due to the many known 
vulnerabilities and exploits tailored to Adobe Flash that exist.
KEYWORDS: Adobe Flash, Vulnerability Taxonomy, Exploit, Computer Network Defense, Computer Net-






DETONATION DIFFRACTION IN A MULTI-STEP CHANNEL
Daniel M. Juillet–Major, Canadian Air Force
B.Sc in Mechanical Engineering, University of Ottawa, 2001
Master of Science in Mechanical Engineering–December 2010
Advisor: Chris Brophy, Department of Mechanical and Aerospace Engineering
Second Reader: Jose Sinibaldi, Department of Physics
This research investigated multiple detonation diffraction events in order to better understand the limits and 
benefits of diffraction strategies with respect to pulse detonation engine design. Hydrogen/air detonations 
were generated using swept ramp obstacles in a 1.27 m long channel with a cross section of 25.4 mm by 88.9 
mm and were diffracted into various multiple-stepped openings. This allowed the detonation wave diffraction 
transmission limits to be determined for hydrogen/air mixtures and to better understand reinitiating mecha-
nisms throughout the diffraction process. Tests were conducted for area ratios ranging from 2.00–2.60 with 
varying equivalence ratios from 0.5–1.5.  Computational methods were used to better understand the dif-
fraction phenomenon using a series of sensitivity studies for different chemistry sets, computational cell size 
and equivalence ratio. Experimental tests used combined optical shadowgraph and particle image velocimetry 
imaging systems to provide shock wave detail and velocity information. The images were observed through a 
newly designed explosive proof optical section and split flow detonation channel. It was found that area ratios 
of 2.0 could survive single and double diffraction events over a range an equivalence ratio range of 0.8 to 1.14 
Area ratios of 2.3 survived the primary diffraction event for equivalence ratios near stoichiometric for the 
given step length. Detonation diffraction for area ratios of 2.6 did not survive the primary diffraction event 
for any equivalence ratio and were unable to transmit to a larger combustor.
GASDYNAMIC INLET ISOLATION IN ROTATING DETONATION ENGINE
Lim Wei Han Eugene-Captain, Singaporean Armed Forces
B.E., Mechanical Engineering, Nanyang Technology University, 2005
Master of Science in Mechanical Engineering-December 2010
Advisor: Jose O. Sinibaldi, Department of Physics
Co-Advisor: Christopher M. Brophy, Department of Mechanical and Aerospace Engineering
The rotating detonation engine (RDE) concept represents the next-generation of detonation-based engines 
as it provides higher performance and near constant thrust with a simpler overall design. Since RDE systems 
are in the early stage of development, the physics of engine design is yet to be fully understood and developed. 
A critical concern of these systems is the practical isolation of the reactant injection manifold and supply sys-
tem from the combustor pressure oscillations. For this study, the gasdynamic conditions that existed at the 
combustor inlet are investigated and characterized. Using a shocktube test case for a Hydrogen-Air mixture, 
various numerical schemes, number of chemical reactions, mesh topology and mesh refinement are first inves-
tigated to reliable reproduce the Chapman–Jouguet conditions. It was found that explicit 4th Order Runge-
kutta scheme using structured mesh topology, 18 species and 9 reactions with a maximum mesh cell size of 
0.05 mm was required to reproduce the Chapman–Jouguet conditions. Once the suitable parameters were 
identified, a full 2D RDE simulation was carried out to characterize the gasdynamic inlet conditions.
KEYWORDS: Rotating Detonation Engines, Shock Wave, Detonation
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SANDWICH COMPOSITE IMPACT RESPONSE IN AN AqUEOUS ENVIRONMENT 
Ryan D. McCrillis–Lieutenant Commander, United States Navy
B.S., U. S. Naval Academy, 1998
Master of Science in Mechanical Engineering–December 2010
Advisor: Young Kwon, Department of Mechanical and Aerospace Engineering
Second Reader: Jarema Didoszak, Department of Mechanical and Aerospace Engineering
The objective of this research is to examine the added mass effect that water has on the dynamic response of 
a sandwich composite under impact, particularly impact leading to failure. Because sandwich composites are 
much less dense than water, the fluid structure interaction plays a large part in the failure. Composite samples 
were constructed using vacuum assisted transfer molding, with a 6.35 mm balsa core and symmetrical plain 
weave 6 oz E-glass skins. The experiment consisted of three phases. First, using three-point bending, strain 
rate characteristics were examined in both air and under water. After the establishing that the medium had no 
effect on the beam response under different strain rates, but confirming that previously established relation-
ships between strain rate and ultimate strength for axially loaded glass composites can be applied to sandwich 
construction in bending, the experiment progressed to impact testing where each specimen, again a one 
inch beam, was subjected to progressively increasing force. The data from this phase showed that submerged 
samples failed at lower drop heights and lower peak forces with a failure mode dominated by center span skin 
compression failure. Beams in air were able to withstand higher drop heights and peak forces. Dry sample 
failure mode was dominated by compression failure at the boundary. The data from this study will increase 
understanding of cored composite characteristics subjected to underwater impact.
KEYWORDS: Sandwich Composite, Low Velocity Impact, Submerged, Fluid-structure Interaction
FEASABILITY OF UNDERWATER FRICTION-STIR 
WELDING OF HARDENABLE ALLOY STEEL
Norman E. Overfield–Lieutenant, United States Navy
B.S., Old Dominion University, May 2001
Master of Science in Mechanical Engineering-December 2010
Advisor: Terry McNelley, Department of Mechanical and Aerospace Engineering
Second Reader: Sarath Menon, Department of Mechanical and Aerospace Engineering
The objective of this thesis is to determine whether friction stir welding (FSW) is a feasible welding process 
for steels in an underwater environment. Specific benefits would be underwater weld repairs on steel alloy pip-
ing systems and/or structures, and crack repairs on control surfaces of submarines without the need for strict 
environment controls or in the submarine’s case, for drydocking.
 A single tool made of polycrystaline cubic boron nitride (pcbn) with a Tungsten-Rhenium binder was used 
to conduct a series of bead-on-plate FSW traverses, approximately 64 inches in total length, on 0.25 inch thick 
plates of a hardenable alloy steel. The first series of traverses involved various revolutions per minute (RPM) 
and inches per minute (IPM) combinations on a dry plate. A second series was conducted while a plate was 
immersed in water in order to assess the potential for inducing hydrogen assisted cracking (HAC) during FSW 
of susceptible alloys. All traverses were visually defect-free. The FSW nuggets (stir zone) exhibited refined 
microstructures and increased hardness relative to the base plate.
 Based on preliminary findings, FSW of hardenable alloy steel is a feasible process and should be further 
researched and refined.
KEYWORDS: Friction Stir Welding, FSW, Hardenable Alloy Steel, Steel Alloy Piping Systems, Steel Alloy 
Structures, Submarine Control Surfaces, Underwater Welding, Underwater Weld Repairs
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AERODYNAMIC VALIDATION OF EMERGING PROJECTILE 
AND MISSILE CONFIGURATIONS 
W. C. Tan–Captain, Singapore.Armed Forces
B.E., National University of Singapore, 2004
Master of Science in Mechanical Engineering–December 2010
Thesis Advisor: Max F. Platzer, Professor Emeritus
Second Reader: Garth V. Hobson, Mechanical Engineering and Aeronautical Engineering
The flight of projectiles ranges from transonic to supersonic speeds. The ability to predict the projectile’s aero-
dynamic behavior is critical for the design of new projectile shapes. The conventional approach to predict this 
aerodynamic behavior is through wind tunnel testing and in shooting range. This trial and error approach is 
potentially time and cost-intensive. Alternatively, as computational fluid dynamics (CFD) software and com-
putational resources progress, there are numerous computational codes that offer the capability to accurately 
predict the aerodynamic drags on projectile bodies at high speed. The primary numerical solution techniques 
employed in CFD are based on the Reynolds-averaged Navier–Stokes and Euler equations. The 155mm M549 
projectile was analyzed using two different aerodynamic codes in the study. The semi-empirical AP05 code 
has provided a very fast way to obtain results. The CFX code, based on the numerical solution of the full 
Navier-Stokes equations, took about four hours for one data point. The comparison between the AP05 and 
CFX computed total drag coefficient shows a difference of about 30 percent in the high subsonic range, good 
agreement in the transonic region, but a difference of 22 percent at M=1.2, decreasing to zero at M=3
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PANORAMIC AUGMENTED REALITY FOR PERSISTENCE OF INFORMATION 
IN COUNTERINSURGENCY ENVIRONMENTS (PARPICE)
Brett D. Lindberg–Major, United States Army
B.A., Gustavus Adolphus College, May 1998
Master of Science in Modeling, Virtual Environments and Simulation–December 2010
Advisor: Mathias Kolsch, MOVES Institute (Modeling, Virtual Environments and Simulation)
Second Reader: Michael McCauley, MOVES Institute (Mod-
eling, Virtual Environments and Simulation)
Modern counterinsurgency (COIN) and irregular warfare (IW) are increasingly complex. Contributing to this 
complexity is the need to develop and maintain a mental map of relevant environmental and historical factors 
and their interactions, generated from disparate sources of information that must be organized, processed 
and integrated. Compounding this challenge is the fact that mental pictures cannot easily be passed from 
one soldier to the next. This is a problem when the tactical situation dictates frequent changes in unit areas 
of operations (AOs), and particularly in cases where units rotate on a regular basis. When units hand over an 
AO, the incoming unit must quickly rebuild a mental picture and narrative of their operating environment. 
Because of this historical organizational knowledge is lost that could otherwise increase combat effectiveness 
and reduce casualties. 
`This thesis discusses a prototype architecture for a system that will enable a vehicle crew commander 
to spatially input, organize and view fused tactical information through placement of 3d interactive symbols 
directly into the real-life on-site scene from the vehicle perspective. A panoramic camera, dashboard monitor 
and head tracker give the commander a complete view of the vehicle surroundings for improved situational 
awareness, and a 360-degree LiDAR scanner supplies depth information for accurate annotation geolocation. 
This system is intended to generate greater situational understanding of the complex environment present in 
COIN operations, in order to allow greater performance and survivability of the vehicle crew. Such a system, 
if fielded, can create the ability to add numerous other capabilities to the combat vehicle crew.
KEYWORDS: Augmented Reality, Panoramic Video; Indirect Vision; Situational Awareness; Knowledge 
Persistence; CROWS; Head Tracking; LiDAR
A STUDY ON DISCRETE-EVENT SIMULATION IN A HIGH-LEVEL 
ARCHITECTURE (HLA) NETWORKED SIMULATION 
Chee Tzuon Wong–Singapore Technologies Electronics
B.Eng., Nanyang Technological University, 2004
 Master of Science in Modeling, Virtual Environments, and Simulation–December 2010
Advisor: Arnold H. Buss, MOVES Institute (Modeling, Virtual Environments and Simulation)
Co-Advisor: Donald McGregor, MOVES Institute (Model-
ing, Virtual Environments and Simulation)
This thesis investigates implementing discrete-event simulation (DES) concepts using Simkit packages into a 
high-level architecture (HLA)-networked simulation, thus addressing sustainability of the HLA methodology 
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into the future. Through the DES concept of predicting and anticipating the time of when events will occur, 
redundant and excessive exchange of common data, like position and sensory status, can be removed. This 
DES implementation considerably reduces the network load and removes data processing incompatibility 
between simulations.
A design involving several concepts of DES and HLA simulation led to the creation of a Simkit-based 
application library. Interfacing this application library with two DES models demonstrated and proved the 
feasibility of DES concepts in HLA-networked simulations. A generic combat scenario modeled using this 
methodology, successfully showed the intended advantages of the thesis. The ease of linking non-DES and 
non-HLA simulations to an HLA environment was enhanced using a common set of interfaces built based on 
the resulting application library. Through a simple comparison with traditional time-stepped real-time simula-
tion of the same scenario configuration, it was shown that data exchange between simulations was reduced 
by several orders of magnitude. This freed a substantial amount of network resources to perform other tasks, 
hence, improving network performance.





MARINE CORPS LIGHT ARMORED VEHICLE 
AUTOMATED DATA-COLLECTION ANALYSIS
Andrew D. Burrow–Captain, United States Marine Corps
B.S., San Diego State University, May 2004
Master of Science in Operations Research–December 2010
Advisor: Gregory K. Mislick, Department of Operations Research
Second Reader: Daniel A. Nussbaum, DoD Contractor
This thesis describes the analysis of a sense-and-respond logistics program as applied to the United States 
Marine Corps’ light armored vehicle. This program was initialized in 2003 by the program manger, light ar-
mored vehicle, in an effort to provide both users and commanders with real-time logistics information. This 
real-time information is collected from the Light Armored Vehicle via sensors that are placed in critical areas. 
The analysis carried out for this thesis centers upon the data collected from the aforementioned sensors during 
Phase II and Phase III of the overall program. The sensor data is compared to normal operating parameters 
for the respective component. The data collected in Phase II is also compared with Phase III. Most of the data 
from both phases falls within normal limits, 77% and 63% respectively. However, there is evidence to suggest 
a statistical difference between Phase II and Phase III. Due to the lack of baseline data, it is impossible to 
determine which phase is more accurate. Only nonparametric methods are used in this analysis. 
KEYWORDS: Marine Corps Light Armored Vehicle, LAV, Sense and Respond Logistics, S&RL, Automated 
Data Collection, USMC 
A MODEL TO ESTIMATE THE OPERATING AND SUPPORT COSTS OF 
THE MINE-RESISTANT, AMBUSH-PROTECTED (MRAP) VEHICLES
Tommy Chia–Singapore Technologies Engineering, Singapore
B.Eng (Hons)., University of New South Wales, Australia, July 2002
Master of Science in Operations Research–December 2010
Advisor: Daniel A. Nussbaum, DoD Contractor
Second Reader: Keebom Kang, Graduate School of Business and Public Policy
This research was initiated by the U.S. Special Operations Command (SOCOM) to understand the potential 
operating and maintenance (O&M) cost involved in the running of their mine-resistant, ambush-protected 
(MRAP) vehicles, which is presently funded under the overseas contingency operations (OCO) budget re-
quest. The purpose of this thesis was to develop a model to estimate the future O&M cost when funding from 
the OCO budget request ceases and is shifted to their service’s budget. 
This study analyzed the annual O&M costs of the MRAP vehicles, using available fiscal year (FY) 2008 
and 2009 data from the MRAP Joint Program Office ( JPO) and regression analysis. The regression models 
were subjected to tests of statistically significance and due to the shortage of data, were found to be insignifi-
cant. The O&M cost per vehicle for SOCOM was observed to be much higher than that of other services for 
most of the cost elements. There were, however, insufficient data to verify the factors that bring about the 
high cost. 
One problem is that the paucity of the underlying dataset (FY 2008 and 2009 data) is the cause of the lack 
of statistical significance. The recommendation is to continue to collect current annual O&M data for the 
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MRAP vehicles by service, particularly SOCOM. Another issue is that Army data represents 75% of MRAP 
inventory, dominating the analyses. The solution is to disaggregate data (when available) by service and de-
velop service-unique models.
KEYWORDS: SOCOM, O&M, MRAP, OCO, Regression, Test of Statistical Significance
OPTIMIZING CLASSIFICATION IN INTELLIGENCE PROCESSING
Yinon Costica–Captain, Israeli Defense Forces
B.Sc., Hebrew University of Jerusalem, 2004
Master of Science in Operations Research – December 2010
Advisor: Moshe Kress, Department of Operations Research
Co-Advisor: Roberto Szechtman, Department of Operations Research
Second Reader: Patricia Jacobs, Department of Operations Research
The intelligence-making process, often described as the intelligence cycle, consists of phases. Congestion may 
be experienced in phases that require time-consuming tasks such as translation, processing and analysis. To 
ameliorate the performance of those time-consuming phases, a preliminary classification of intelligence items 
regarding their relevance and value to an intelligence request is performed. This classification is subject to false 
positive and false negative errors, where an item is classified as positive if it is relevant and provides valuable 
information to an intelligence request, and negative otherwise. The tradeoff between both types of errors, 
represented visually by the receiver-operating-characteristic curve, depends on the training and capabilities 
of the classifiers as well as the classification test performed on each item and the decision rule that separates 
between positives and negatives. 
 An important question that arises is how best to tune the classification process such that both accuracy 
of the classification and its timeliness are adequately addressed. An analytic answer is presented via a novel 
optimization model based on a tandem queue model. 
 This thesis provides decision makers in the intelligence community with measures of effectiveness and 
decision-support tools for enhancing the effectiveness of the classification process in a given intelligence 
operations scenario. In addition to the analytic study, numerical results are presented to obtain quantitative 
insights via sensitivity analysis of input parameters.
KEYWORDS: ROC Curve, Intelligence Cycle, Queuing, Intelligence Processing, Binary Classification
ASSESSING THE EFFECTIVENESS OF CUMULATIVE SUM NORMAL- 
AND POISSON-BASED TESTS FOR DETECTING RARE DISEASES
Manuel E. Ganuza–Lieutenant Commander, United States Navy
B.S., Instituto Universitario Politecnico de las Fuerzas Armadas Nacionales de Venezuela, 1991
Master of Science in Operations Research–December 2010
Advisor: Ronald D. Fricker, Jr., Department of Operations Research
Second Reader: Krista D. Hanni, Monterey County Health Department 
The early detection of a rare disease outbreak is of vital importance in public health and national defense. 
The six Category A biological agents designated by the Centers for Disease Control and Prevention are causal 
agents of rare diseases. The Francisella tularensis is one of these, and is the causal agent of the tularemia disease. 
Tularemia is used as the motivating problem to evaluate and compare the effectiveness of the normal and 
Poisson-based CUSUM in the early detection of an outbreak, using simulated rare disease data based on its 
theoretical behavior at varying occurrence outbreak means. 
In this study, a mean relationship between the nonoutbreak λ0 and outbreak λ1 means was found, λ1 = 7.40 
λ0. Simulations were run to study the mean relationship in three cases: one theoretical case, where the normal- 





 is very close to λ0 the normal-based CUSUM system behaves improperly, resulting in early detec-
tion delays; when λ
1
 is equal or greater than λ0 the normal- and Poisson-based CUSUM behave almost equally 
if the threshold for the normal-based CUSUM is selected properly. Methods to determined proper thresholds 
are also given.
Keywords: Biosurveillance, Rare Disease, Tularemia, Cumulative Sum, CUSUM 
U.S. MARINE CORPS: PERFORMANCE PRICING MODEL
Seng Wee Gho–Ministry of Defense, Singapore
B.S., Cornell University, June 2002
Master of Science in Operations Research–December 2010
Advisor: Daniel A. Nussbaum, DoD Contractor
Second Reader: Gregory G. Hildebrandt, Graduate School of Business and Public Policy
Headquarters, United States Marine Corps Installation and Logistics (I&L) is responsible for executing United 
States Marine Corps (USMC) logistics policy and management. One of their primary functions is to analyze 
the suitability and affordability of the annual budgets proposed by the three Marine Force (MARFOR) Com-
mands. A major concern in achieving this is the proper resourcing and budgeting of Secondary Reparables 
and Consumables in the USMC.
Several databases are used in the USMC’s financial management, logistics, budget-building, and cost-es-
timation processes. They are the Marine Corps Integrated Maintenance Management System (MIMMS), the 
Supported Activity Supply System (SASSY) and the Standard Accounting, Budget and Reporting System 
(SABRS). This thesis combines the data used by MIMMS and SASSY, in conjunction with the updated cost 
indices from SABRS, to improve fiscal year budget forecasts. The databases were merged and summarized by 
Table of Authorized Materiel Control Numbers and by MARFORs.
Augmented with appropriate inventory data, this merged database forecasted FY2011 MARFOR budgets 
using best fit regressions. A key assumption was that the inventory levels were kept constant from the previ-
ous fiscal year. The final budget forecasts derived are to be used by I&L in their next Planning, Programming, 
Budgeting and Execution System (PPBES) meeting.
KEYWORDS: U.S. Marine Corps, Descriptive Statistics, Table of Authorized Materiel Control Number
ROBUST DEFENSE AGAINST SMALL-BOAT ATTACKS
Ka-Yoon Wong–Defense Science and Technology Agency, Singapore
B.E., Nanyang Technological University, 2003
Master of Science in Operations Research–December 2010
Advisor: Thomas W. Lucas, Department of Operations Research
Second Reader: Jeffrey E. Kline, Department of Operations Research
Nearly a decade after the small boat attacks against the USS Cole (in 2000) and M/V Limburg (in 2002) in Ye-
men, small vessels continue to pose a security threat. In part, this is due to the ease of camouflage and the 
high frequency of small vessels operating in proximity to important maritime infrastructure, such as bridges 
and petrochemical plants, and to passenger and military ships. In this study, small boat effectiveness in the 
interception of attacking speedboats is analyzed using the stochastic, time-stepped, agent-based simulation 
tool MANA. Three alternative defender tactics of scramble from base, barrier patrol, and random patrol 
are explored against two possible attacker modus operandi of saturation attack and diversionary attack. The 
probability of at least one attacker reaching the defended asset is the primary measure of effectiveness. A full 
factorial experiment was designed and executed for defenders tasked to protect the Port of Los Angeles and 
the Port of Hong Kong. The findings indicate that the defenders are highly susceptible to diversionary attacks 
regardless of tactics employed, but their effectiveness can be improved by retaining sufficient defensive assets 
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in preparation for a potential follow on attack. The study highlights the limits on patrol boat effectiveness 
to intercept small high-speed vessels, which led to the nullification of any numerical advantage the defender 
may have when faced with a saturation attack. Anticipating the heading of the attacker is a critical factor for 
a successful engagement.
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Of the many free-electron lasers (FELs) in the world today, most are big and expensive. This is true across the 
wavelength spectrum, from long to very short. In contrast, the FEL facility in progress at NPS, which will 
initially operate at long wavelengths and at electron energies of only a few MeV, is inexpensive and smaller. 
However, longer wavelengths lead to more diffraction, which may result in beam spread and interaction with 
the undulator surfaces. Anticipating the possibility, in this thesis we analyze mathematically the free space 
Hermite–Gaussian modes of the optical beam, and then compare them to the Hybrid modes, where wave-
guide plates control diffraction along one axis, allowing free space diffraction along the other axis. We con-
tinue the analysis of the relativistic electron beam, co-propagating with the optical wave in the Hybrid Mode, 
to define new operating condition for the FEL. 







UNDERSTANDING THE IMPORTANCE OF OCEANIC 
FORCING ON SEA-ICE VARIABILITY
Joanne E. Haynes–Lieutenant, Royal Australian Navy
BSc (Hons), University of New South Wales–December 2001
GradDip (Meteorology), Bureau of Meteorology–December 2005
Master of Science in Physical Oceanography–December 2010
Advisor: Wieslaw Maslowski, Department of Oceanography
Second Reader: William Shaw, Department of Oceanography
The rapid decline in Arctic sea ice over the past few decades has prompted scientists to better understand the 
factors driving sea ice variability. Analyses and syntheses of numerical model results and available observa-
tional data are presented in order to advance the understanding of critical processes and feedbacks affecting 
the oceanic forcing of sea ice in the western Arctic Ocean, where melt has been particularly pronounced. 
Results from the eddy permitting (~9km) NPS coupled ice-ocean model are analyzed for the large-scale 
and long-term context and compared to results from the eddy resolving (~2.3km) model over the western 
Arctic. Observational data from ice–tethered profilers (ITPs) and co–located ice-mass–balance buoys (IMBs) 
are analyzed over the same region, with a focus on the entrainment of heat into the mixed layer. Results indi-
cate that entrainment events may be a significant contributor to sea ice melt, especially in regions frequently 
populated by mesoscale eddies, and a limiting factor for ice growth, particularly in winter. 
Qualitative comparisons are made to oceanic processes occurring in the Southern Ocean to determine any 
similarities, especially if the current trajectory of Arctic sea ice decline continues towards a similar regime as 
that of its southern counterpart, where sea ice is largely seasonal and where ice melt is increasingly driven by 
oceanic processes.
KEYWORDS: Arctic Ocean, Southern Ocean, Sea Ice Variability, Coupled Ice–Ocean Model, Ice–Tethered 
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Kelvin L. Graves–Major, United States Army
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Master of Science in Program Management–December 2010
Advisor: Brad R. Naegle, Gradutae School of Business and Public Policy
Second Reader: Karl Pfeiffer, Department of Information Sciences
The Department of Defense has mandated that all military programs implement integrated testing within 
their program whenever possible; however, the concern of information technology being agile steadily grows 
within the Department. The chairman of the House Armed Service Committee appointed the Defense Ac-
quisition Reform Panel on March 2009, to review the acquisition processes. The panel study claimed that the 
nature of defense acquisition has considerably changed over the years however; the acquisition process has not 
been able to keep up with the changes. Moreover, the current position on how DoD buys, adopts, creates and 
implements testing of information technology has become an antiquated process. DoD is looking for an agile 
process to rapidly develop and deploy information technology to the user while the technology is still relevant. 
The purpose of this research is to determine how much information technology testing is deemed necessary 
prior to deploying equipment to DoD users.
 
KEYWORDS: Information Technology, Testing and Evaluation and Business Transformation Agency, Busi-
ness Systems 
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Master of Science in Program Management – December 2010
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Master of Science in Program Management – December 2010
Advisor: Brad Naegle, Graduate School of Business and Public Policy
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The purpose of this Joint Applied Project was to investigate and provide a comprehensive overview of the 
Lean Six Sigma Belt Certification Goals and Standings for those sites associated with TACOM Lifecycle Man-
agement Command (LCMC). Sites identified as applicable to this study were queried for their data pertaining 
to their Lean Six Sigma site goals, their current standings and any guidance/regulations being used to guide 
their programs. In addition, information was gathered through the Department of the Army Lean Six Sigma 
channels to provide further direction as to what the goals and standings should be from the Army standpoint. 
The results of the investigation showed inconsistencies between each of the sites on both setting the certifi-
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HIGH SPATIAL RESOLUTION, BIDIRECTIONAL, REFLECTANCE 
RETRIEVAL USING SATELLITE DATA
Cecelia L. McConnon–Lieutenant, United States Navy
B.S., United States Naval Academy, May 2002
Master of Science in Space Systems Operations–December 2010
Advisor: Richard C. Olsen, Department of Physics
Second Reader: James H. Newman, Space Systems Academic Group
Worldview-2 spectral imagery acquired over Duck, NC and Pendleton, CA were analyzed to extract bidirec-
tional, reflectance-distribution functions (BRDF) for eight spectral bands. Spectral data in the visible and 
near-infrared bands were acquired for 15 azimuth/elevation values during the Duck NC orbit pass; data were 
collected at ten-second intervals. Ten images were acquired over Pendleton. Orthoready images were coregis-
tered using first-order polynomials for the two image sequences. BRDF profiles have been created for scene 
elements: vegetation, asphalt, sand, and water. These data allowed for unique high-spatial resolution BRDF 
profiles, which can be used to inform terrain classification and target detection in satellite imagery.
KEYWORDS: Remote Sensing, Multispectral, 8-color, ENVI, BRDF, Bidirectional Reflectance Distribution 
Function, MISR, Worldview-2, Pendleton, CA, Duck, NC
NAVAL POSTGRADUATE SCHOOL SOLAR-CELL-ARRAY TESTER
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Second Reader: Daniel J. Sakoda, Space Systems Academic Group
Educating space professionals is an expensive endeavor. The use of technologies such as CubeSats can cut the 
cost, giving space professionals real-world experience in satellite design, testing, integration and operations. 
The Naval Postgraduate School solar-cell-array tester (NPS-SCAT) will be the first of what may be many 
CubeSats developed by the Space Systems Academic Group, Small Satellite Laboratory. This thesis analyzes 
the NPS-SCAT program from the program manager’s point of view and provides an overview of the devel-
opment of the program from an unqualified engineering design unit (EDU) to a fully qualified EDU. Also 
included in this thesis is a description of the subsystems and full cost analysis that covers the total costs from 
concept to flight unit.










AN ASSESSMENT OF THE GLOBAL WAR ON TERRORISM, 2001–2010
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B.A., Mutah University, Jordan, June 1997
Master of Arts in Security Studies–December 2010
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Second Reader: James Russell, Department of National Security Affairs
There is no doubt that the 9/11 attacks constituted a new terrorism phenomena in terms of its sophistication 
and scale of mayhem. U.S. policymakers had to consider at least three approaches in response to these at-
tacks: the criminology or soft-power approach, the war approach, and the root-causes and the battle of ideas 
approach. The U.S. pursued a total war on terrorism approach not only against al-Qaeda, but also against all 
other terrorists in the world. The war approach that utilized the might of the American military against non-
state actors has resulted in the loss of hundreds of thousands of lives; millions have been injured and displaced 
as well. Yet, despite the war approach, al-Qaeda is still posing a great threat to the Unites States and its allies. 
Additionally, the rate of its attacks against American targets is ever-increasing. These facts force us to reexam-
ine the effectiveness of the war approach nine years after its commencement.
This research examines the effectiveness of the war approach using metrics other than body count. It 
looks at the effect of the war on al-Qaeda’s organizational structure. It major finding is that the war on terror-
ism has forced al-Qaeda to transform its organizational structures to al-Qaeda’s advantage.  The war helped 
al-Qaeda’s organization to expand horizontally, creating new organizational mergers and affiliates, as well as 
making room for radicalizing aspiring jihadists. The organization has changed from a mere terrorist network 
to a radical social movement with an ideology and a brand name that has presence in more than 70 countries. 
Two new strategies are necessary to fight al-Qaeda effectively. First, the U.S. needs to distinguish between 
al-Qaeda and all other types of Islamist activism. The war approach should be limited strictly to fighting al-
Qaeda alone. Second, the U.S. could benefit from adopting a “hybrid” approach where national and interna-
tional legal cooperation is combined with a root causes and soft-power approach to separate al-Qaeda from 
its potential supporters.
KEYWORDS: Al-Qaeda, The War on Terrorism, Mergers, Affiliates, Aspirants, Organization Structure 
Metrics, AQI, LIFG, AQIM, Jihadists 
PAKISTAN: A NATION AT WAR WITH ITSELF
Raju S. Baggavalli–Colonel, Indian Army
M.Sc., Madras University, 1998
Master of Arts in Security Studies–December 2010
Advisor: Paul S. Kapur, Department of National Security Affairs
Second Reader: Erik J. Dahl, Department of National Security Affairs
This thesis traces Pakistan’s strategy of low-intensity conflict (LIC) against India in the state of Jammu and 
Kashmir ( J&K), and analyzes the gains and losses to Pakistan arising from its implementation. LIC was pri-
marily intended to wrest control of the state of J&K from India, to weaken India and its army, and to mobilize 
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international support for Pakistan’s position on Kashmir. While this strategy had some initial success, it slowly 
began to damage key political, economic and social structures within Pakistan. The thesis looks at both the 
gains and the pitfalls of LIC, and its impact on Pakistan’s “well being,” as measured by its prosperity, stability 
and international stature from the periods 1971 - 1989 and 1990 to 2009. The analysis shows that on balance, 
LIC is doing Pakistan more harm than any good. The thesis concludes by suggesting policy options open to 
Pakistan, the United States and India.
KEYWORDS: Pakistan, India, Kashmir, United States, Low Intensity Conflict, insurgency, jihad, state spon-
sored terrorism, proxy war, strategy, policy
COMMUNICATING HOMELAND SECURITY THREATS: 
GOVERNMENT AND PUBLIC EFFORTS
Daniel A. Bailey–Lieutenant, United States Navy
B.S., United States Naval Academy, June 2003
Master of Arts in Security Studies–December 2010
Advisor: Erik Dahl, Department of National Security Affairs
Second Reader: Robert Simeral, Department of National Security Affairs
The Department of Homeland Security (DHS) is widely criticized for poor performance, and much of its 
problem stems from its poor performance in public communications. DHS has not been able to earn the 
respect of the public and local officials, and that means that many Americans are not paying attention to 
important threat warnings and security based exercises. This ultimately means our homeland security is suf-
fering and American citizens remain vulnerable to future terror attacks. This research project considers the 
public communication efforts of the Department of Homeland Security (DHS) by analyzing how both the 
Homeland Security Advisory System (HSAS) and National Exercise Program (NEP) continually fall short of 
effectively communicating security threats and warnings to the American public. 
 By looking at two of its highest profile projects, HSAS and NEP, we see that the problems are largely the 
result of DHS taking too much of a top-down, federal approach. This thesis will argue that the highly central-
ized management and execution of both the HSAS and NEP fail to convey the importance of federal efforts 
to local levels of government and American citizens. This thesis will be a comparative case study of these two 
programs. I find that both programs are useful and necessary, but both can be improved by decentralizing the 
national exercise framework and communication efforts to local level officials who can better tailor informa-
tion and response efforts pertinent to their communities. As the most important component of disaster relief 
and response, local level officials, who are typically overshadowed by national level personnel, can more effec-
tively utilize federal exercise money and communicate threats the American public than DHS personnel can.
KEYWORDS: Department of Homeland Security, Public Communications, Homeland Security Advisory 
System, National Exercise Program
THE INTERNET AND HOMEGROWN JIHADIST TERRORISM: 
ASSESSING U.S. DETECTION TECHNIqUES
Justin D. Bañez–Captain, United States Air Force
B.S., United States Air Force Academy, 2004
Master of Arts in Security Studies—December 2010
Advisor: Erik J. Dahl, Department of National Security Affairs
Second Reader: Sean F. Everton, Department of Defense Analysis
The idea of homegrown terrorism is not a new concept, especially considering the history of challenges faced 
by the United States and other Western countries. However, the current violent jihadist problem has overshad-
owed those past misfortunes in terms of its objective and volatility. What is emergent is the means by which 
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the individuals involved in this movement reinforce or possibly operationalize their radicalized behavior. The 
Internet is often that vehicle.
 Efforts to reform U.S. intelligence have placed increasing value on open source information for threat 
assessments. Consequently, the open Internet has been targeted in search of radical actors, both foreign and 
homegrown. Some analysts contend that the availability of radical discourse on the Internet presents an op-
portunity for early identification by authorities. This thesis analyzes the value of open source exploitation of 
the Internet in the domestic counterterrorism role in relation to other detection techniques in order to extract 
best practices and lessons learned for improved intelligence and law enforcement activities.
KEYWORDS: Homegrown Terrorism, Jihad, Internet, Open Source
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Master of Arts in Security Studies—December 2010
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Despite enhancements to aviation security since September 11, 2001, there remain vulnerabilities from em-
ployees at airports. This threat results from airline/airport employees that have access to sensitive and restrict-
ed areas during the normal course of their required duties. This thesis evaluates the threat and the measures 
in place to prevent attacks from aviation insiders. In addition, it evaluates a measure commonly referred to as 
100 percent employee screening. Finally, the thesis derives recommendations to enhance the current methods 
to reduce the vulnerability, as well as proposes additional measures to further reduce the threat from aviation 
insiders. 
KEYWORDS: aviation insider, insider threat, aviation vulnerabilities, 100 percent employee screening, avia-
tion security, finger print based criminal history records check, employee background checks, Fort Worth 
International Airport, Department of Public Safety, Texas
EXPLAINING SUCCESS AND FAILURE:
COUNTERINSURGENCY IN MALAYA AND INDIA
Deepak Aneel Boyini–Commander, Indian Navy
M.Sc., Cochin University, 2001
M.Sc., Madras University, 2008
Master of Arts in Security Studies–December 2010
Co-Advisor: Maiah Jaskoski, Department of National Security Affairs
Co-Advisor: Anshu Chatterjee, Department of National Security Affairs
The Maoist insurgency in India, also called Naxalism, has become a threat to internal security with ever-
growing violence and attacks on security forces and civilians. With the increased numbers of cadres, improved 
weaponry, and guerilla tactics, the Maoists’ challenge to the state stretches across 16 of India’s 28 states, affect-
ing its economic growth. Despite efforts by India’s state and central governments, counterinsurgency against 
Naxalism has failed in majority of affected areas. With an aim of finding a model that could lead to success 
in countering the Maoist insurgency, this thesis seeks to explain counterinsurgency success and failure, using 
cross-national and sub-national comparisons. At the national level, the successful Malayan counterinsurgency 
approach by the British is juxtaposed against the largely failed attempts by the Indian central authorities to 
control Naxalism. The thesis finds that success is explained by a combination of enemy-centric and popu-
lation-centric approaches whereas failure is explained by lack of balance between the two. At the state level 
within India, a comparison between the successful case of Andhra Pradesh and the failed case of Chhattisgarh 
74
security studies
reveals a similar pattern. Specifically, enemy-centric measures based on reliable intelligence, a capable force, 
and a unified command followed by population-centric aspects of winning hearts and minds, lead to success 
in countering insurgencies.
KEYWORDS: Naxalism, Maoist, CPI(Maoist), Counterinsurgency, Naxalite, Insurgency, India, Malay, 
Andhra Pradesh, Chhattisgarh, Maoism, CP
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Master of Arts in Security Studies–December 2010
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Second Reader: Francois Melese, Defense Resources Management Institute
This thesis addresses the importance of foreign assistance to U.S. national security. The history of U.S. foreign 
assistance suggests that a lack of consistent objectives is one of the primary challenges facing effective U.S. 
aid operations. Strategic aid planners can increase operational effectiveness by focusing on the following four 
planning considerations: (1) maintaining focus on recipient objectives, (2) stable funding, (3) making programs 
self-sustaining, and (4) minimizing dependency on U.S. appropriations or NGO donations. This thesis evalu-
ates these factors in the context of three higher education foreign assistance programs. 
The Ford Foundation’s International Fellowship Program offers an example of an international nonreligious 
NGO. The USAID-Higher Education for Development Training, Internships, Exchanges and Scholarships 
partnership in Mexico provides an example of a bilateral foreign assistance program. The Church of Jesus 
Christ of Latter-day Saints’s Perpetual Education Fund offers an illustration of the humanitarian operations 
of an international religious organization. 
KEYWORDS: Foreign Assistance, Foreign Aid Dependency, Sustainable Development, USAID, Higher 
Education for Development, Ford Foundation, International Fellowship, Latter-day Saints, Perpetual Educa-
tion
HOW CHINA COULD AFFECT THE FUTURE OF U.S. DEFENSE CORPORATIONS 
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Master of Arts in Security Studies–September 2009
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On January 29, 2010, Washington announced that it would sell $6.4 billion worth of weapons to Taiwan. Bei-
jing responded that it would curtail military exchanges with Washington and, for the first time, announced 
the possibility of sanctions on the U.S. corporations involved in the arms sale. Instead of its usual protest to 
the U.S. government, Beijing threatened a broadened attack on the defense corporations involved in the deal 
and warned that it would hold them accountable if they followed through on the U.S. government’s decision. 
In a lucrative economy like China’s, sanctions on American corporations could have a dramatic effect on their 
global competitiveness.
This thesis shows that not only does China have the legal capability to levee such sanctions against U.S. 
defense-related corporations, but also that such corporations are to a certain degree vulnerable to Chinese 
pressure because of the internationalization of their civilian sectors. It therefore appears that this new coercive 
tactic of the People’s Republic of China is to leverage the self-interests of these corporations against future 
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sales of weapons to Taiwan. 
KEYWORDS: China, Taiwan, Multinational Corporations, Defense Corporations, Defense Industrial Base, 
Boeing, Lockheed Martin, Northrop Grumman, Universal Technology, Raytheon.
COMMUNICATION BREAKDOWN: 
DHS OPERATIONS DURING A CYBER ATTACK
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Master of Arts in Security Studies–December 2010
Co-Advisor: Dorothy Denning, Department of Defense Analysis
Co-Advisor: Eric J. Dahl, Department of National Security Affairs
The Department of Homeland Security (DHS) leverages information technology to increase the effectiveness 
of first responders during disaster recovery. At the same time, cyber attacks against these information technol-
ogies have significantly increased. Unfortunately, cyber attacks have grown faster than the technologies used 
to defend them. The reliance on technology coupled with the difficulty of defending it makes it unrealistic to 
assume that communications will always be available when needed. Therefore, it is critical that first responders 
are prepared to operate when one or some of their communications abilities are lost. 
Alarmingly, DHS has the responsibility to prepare first responders to operate during disasters; however, 
they lack the authority to enforce programs to ensure this happens. This lack of authority affects how first 
responders communicate and provides gaps in DHS efforts to prepare for disasters. Until DHS has the author-
ity to enforce change across all levels of government, communications will not be guaranteed during disaster 
recovery operations. However, DHS could leverage communication outages during operational exercises to 
better prepare first responders. This thesis explores DHS exercises on the federal, state and local levels and 
how they are preparing first responders to operate through cyber attacks.
KEYWORDS: CERTS, DHS, ENISA, FEMA, P25, NLE, TOPOFF, Critical Infrastructure, Cyber At-
tack, First Responders, Department of Homeland Security, Disaster Recovery, Emergency Support Function, 
European Network and Information Security Agency, Federal Emergency Management Agency, Homeland 
Security Presidential Directive, Malware, National Exercise, Quadrennial Homeland Security Review, Trusted 
Internet Connections, Zero-Day Exploits.
COUNTERING VIOLENT EXTREMISM:  
THE CHALLENGE AND THE OPPORTUNITY
Robert B. Deardorff–Special Agent, Federal Bureau of Investigation
B.A., University of North Carolina at Chapel Hill, 1990
Master of Arts in Security Studies, December 2010
Advisor: Anders Strindberg, DoD Contractor
Co-Advisor: Paul Jonathan Smith, DoD Contractor
It is crucial for the United States to confront the increasing incidence of Americans who turn to violence 
against their fellow citizens in support of Islamist terrorists. This thesis explores the application of “soft 
power,” the government’s ability to mitigate the recruitment and radicalization of new terrorists by attrac-
tion rather than coercion, in order to prevent “homegrown” terrorism. Methods include a comparative policy 
analysis of counterterrorism models in the United Kingdom and the Netherlands, a survey of conservative 
Muslim leaders in the Houston area, and an extensive literature review. Recent arrests portend an increasing 
threat if the United States continues along its “hard power” path exclusively. Potential solutions require active 
engagement by government leaders, coordinated messaging, and continuing contact between government 
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agencies and vulnerable communities. A broad national strategy, refined and implemented at a regional level, 
is required. Strategies that balance hard and soft power separate radicalizing influences from their recruiting 
pool, alter the social context of potential recruits in favor of democratic process, and make partners of poten-
tial antagonists. Regional Outreach and Operational Coordination Centers (ROOCC) offer a mechanism to 
develop and support strategies that combine government, nongovernment, and community leaders to combat 
terrorism at the ideological level.
KEYWORDS: Terrorism, radicalization, countering violent extremism, homegrown, social identity, Muslim, 
Islamic, United Kingdom, Netherlands, Houston, war of ideas, heterarchy, network, trust, COIN, counterin-
surgency, asymmetrical conflict, hard power, soft power, counter-radicalization 
DENYING AL qAEDA SAFE HAVEN IN A WEAK STATE: 
AN ANALYSIS OF U.S. STRATEGY IN YEMEN
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Master of Arts in Security Studies–December 2010
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The dubious merger between the al Qaeda affiliates in Yemen and Saudi Arabia in January 2009 quickly raised 
a ‘red flag’ among U.S. policy makers in Washington. The newly formed transnational terror group known as 
Al Qaeda in the Arabian Peninsula (AQAP) spurred President Barack Obama to initiate a thorough review 
and reinvention of U.S. policy towards Yemen. In response to the President’s initiative the National Security 
Council (NSC) developed a “two-pronged strategy” which sought to strengthen Yemen’s security apparatus, 
and improve its governance. The strategy is consistent with the administration’s overall perception of the vul-
nerabilities inherent in a ‘weak state,’ yet an investigation into the elements which define Yemen’s sociopoliti-
cal landscape, as well as an analysis of AQAP’s strategy, reveal that the U.S. strategy toward Yemen embraces 
inaccurate assumptions. This study finds that the rapid buildup of Yemen’s security apparatus prior to the 
implementation of government reforms, has perpetuated the authoritarian rule within the country, further 
entrenching AQAP within the marginalized southern population.
KEYWORDS: Yemen, Al Qaeda in the Arabian Peninsula, Weak States, Government of Yemen, U.S. strat-
egy, Safe Haven
ILLICIT NETWORKS: TARGETING THE NEXUS BETWEEN 
TERRORISTS, PROLIFERATORS, AND NARCOTRAFFICKERS
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Master of Arts in Security Studies—December 2010
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Second Reader: Dorothy E. Denning, Department of Defense Analysis
Globalization and the liberal international marketplace have provided fertile ground for the rise of transna-
tional and non-state actors. Unfortunately, while states and businesses have profited from the increased fluid-
ity of borders and the rise of global commerce, so have the criminal organizations that threaten national and 
international security. These illicit networks are stateless; they conduct their business in failed or failing states, 
under the guise of legitimate commerce, and without regard to sovereign borders or even human life. They 
are the main facilitators of proliferation, terrorism, and narcotics around the world—undeterred and, per-
haps, undeterrable. This thesis offers a comparative analysis of three main types of illicit networks: terrorist, 
proliferation and narcotics networks. Using Jemaah Islamiyah, the A.Q. Khan proliferation network, and the 
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Medellín drug ‘cartel’ as case studies, it examines their typologies, motivations, structures, characteristics, and 
sources and patterns of funding. It examines if and how illicit networks overlap, with special attention to intra-
network (e.g., terrorist networks with other terrorist networks) and inter-network (e.g., terrorist networks with 
narcotics networks) overlap. It then explores how this information can inform U.S. counter-network activity. 
KEYWORDS: Illicit, Networks, Terrorism, Proliferation, Narcotics, Jemaah Islamiyah, A.Q. Khan, Medellín 
cartel, Pablo Escobar, Social Network Analysis, Globalization, Nuclear Weapons, Trafficking, Uranium En-
richment, Dual-Use
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ARMED POLITIES AND THEIR ROLES IN ILLICIT DRUG PRODUCTION  
AND CONFLICT IN AFGHANISTAN 1980–2010
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Second Reader: Mohammad Hafez, Department of National Security Affairs
The production of illicit narcotics in low-intensity conflict environments remains a serious concern for U.S. 
policymakers. Afghanistan is a solid example where the intersection of crime, narcotics production and insur-
gency has successfully thwarted U.S. stabilization and security efforts despite a 10-year military engagement 
there. This study seeks to examine the role of crime better, particularly narcotics related criminal enterprise, 
and its effect on the Taliban-led insurgency in Afghanistan. This study explores political, economic and con-
flict related factors that facilitate the narcotics industry and forges cooperation between drug trafficking orga-
nizations and insurgent movements. A key argument of this study is that nontraditional participants in narcot-
ics production, such as insurgent groups or state representatives and institutions, acquire more than just profit 
and resources. Participants stand to gain political leverage, the social and political legitimacy derived from 
“protecting” the livelihoods of rural farmers, as well as “freedom of action;” the ability to operate unimpeded 
within a given territory or space because of public support. This study also suggests that one additional factor, 
social control, is a key motivator for an actor’s participation in the narcotics industry.
KEYWORDS: Afghanistan, Pakistan, Taliban, Narcotics, Opium, Heroin, Insurgency, Warlords, Organized 
Crime, Trafficking, Helmand, Kandahar
AMERICA’S ACCESS TO SPACE: ASSURING FUTURE AFFORDABILITY
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This thesis evaluates the U.S. government policies that mandate the DoD launch government payloads only 
from vehicles produced domestically as a means to protect America’s national security interests. Unfortunately, 
over the past decade, the commercial space launch industry has suffered several programmatic and economic 
setbacks, culminating in the DoD being forced to financially maintain the commercial space launch industry. 
The result is a quasi—government-run program, plagued by overruns and consuming a preponderance of the 
DoD’s appropriated space-systems budget. 
How can the DoD afford to continue with its current strategy, given the realities within the industry? The 
evaluation of this question requires a better understanding of three issues: challenges within the domestic 
space launch industry; an analysis of domestic and foreign launch systems; and a review of outside contributing 
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factors. It is apparent that the DoD’s efforts to subsidize the industry are viewed as being essential, based on 
current policies. However, this strategy may, in fact, be weakening the U.S. space launch industry and creating 
a single point of failure that could jeopardize the DoD’s ability to access space.
KEYWORDS: EELV, Evolved Expendable Launch Vehicle, Assured Access to Space, Space Launch
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The emerging threat of terrorism, specifically small unit active shooter attacks, is a concern for American law 
enforcement agencies. Events like Mumbai (November 26, 2008) and Beslan (September 1, 2004) demon-
strate the vulnerability of local law enforcement officers in defending against multiple attackers and multiple 
locations. Smaller jurisdictions (populations less than 100,000 people) are challenged with administrative 
and operational capacities considerably more than larger jurisdictions. Therefore, smaller agencies must find 
ways to enhance their capacities within tightening budgetary constraints. To investigate this problem and find 
workable solutions, qualitative research methods of case studies and interviews were employed. Specifically, 
Mumbai, Beslan and two high-profile United States incidents (Columbine High School shooting (April 20, 
1999) and North Hollywood Bank shoot out (February 28, 1997) were studied. Individuals from the U.S. cases 
were interviewed to explore information not necessarily documented. Data from the case studies and inter-
views were collated and reviewed for common themes. These themes were analyzed to draw conclusions on 
how smaller jurisdictions should proceed in building capacities to deal with active shooter scenarios. Findings 
suggest that smaller jurisdictions can build capacities by creating a megacommunity within local law enforce-
ment. This includes developing systems to share smart practices, training for small unit attacks, and creating 
multi-jurisdictional interoperability standards. 
KEYWORDS: Active shooter, asymmetric warfare, Mumbai attacks, Mumbai, Beslan school attack, Beslan, 
Columbine High School shooting, North Hollywood bank shoot out, small unit active shooter attacks, local 
law enforcement, smaller jurisdictions, Montclair Police Department
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The push by the Obama administration for a more transparent, citizen-centric government has created a new 
way of thinking among federal, state, and local governments: citizen participation has become a mainstay of 
newly written policies across the country. The adoption of Web 2.0 technologies, particularly social media, 
within fusion centers and local law enforcement entities could enable a more expedient exchange of informa-
tion among fusion centers, law enforcement, and the public. The ability to collect and disseminate information 
on a real-time basis via fusion centers and law enforcement is key to the overall success of the homeland secu-
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rity mission; it is impossible for the federal government to have sole responsibility for safeguarding the home-
land from the confines of Washington, D.C. Because fusion centers and law enforcement agencies are state 
and local entities, they have the capability to obtain information at a grassroots level and have the advantage 
of knowing the local environment, including potential targets and vulnerabilities. Social media, if leveraged 
appropriately, could enhance communication among fusion centers, law enforcement, and private citizens to 
better detect and deter terrorism. This research explores potential benefits and implementation challenges of 
integrating social media into fusion center and local law enforcement frameworks.
KEYWORDS: Fusion center, law enforcement, social media, homeland security, local citizens, Web 2.0
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Due to recent vulnerabilities of Department of Defense (DoD) networks, along with the rising importance of 
cyberspace and cyberspace warfare endeavors among competing great powers, the DoD is quickly recognizing 
the importance of cyberspace. At the same time, the roles of the military are shifting from traditional, strategic 
and conventional conflict into what Secretary of Defense Robert Gates calls “soft power”—the capacity to 
perform nation-building missions against transnational terrorism.
Cyberspace operations can play an important role in soft power as developing countries grow in their 
connectivity to information, especially with the proliferation of cell phone networks. By the end of 2010, 71 
percent of new Internet users will be from developing nations. Ninety percent of the entire globe already has 
mobile phone access. This thesis studies two promising utilizations of mobile phones: mobile money and mo-
bile surveillance. It is found that mobile money may reduce the threat of crime in non-stable areas where the 
United States is conducting nation-building operations. It then discusses new technologies through mobile 
phones and mobile devices which may help to prevent the theft of WMD.
f Cyberspace, E-governance, nation-building, reconstruction, cell phones, mobile phones, crime, nuclear theft, 
WMD, soft power, mobile money, e-money, surveillance
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U.S. Customs and Border Protection (CBP) is the agency responsible for securing the borders of the United 
States from those people and things that would do the United States harm. The Office of Field Operations 
(OFO) is the office responsible for securing the ports of entry (POEs). CBP/OFO has dedicated personnel, 
technology, infrastructure and resources assigned to the inbound inspections for processing those travelers 
and inbound processing has been a national priority of CBP since its inception in 2003. Although CBP/OFO 
has the authority to conduct outbound inspections, there is little infrastructure, intelligence sharing or tech-
nology at the POEs for conducting outbound operations. Some POEs are conducting outbound operations 
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with officers that have been taken from the inbound staffing models. However, at the time of writing this 
thesis, CBP does not have a national policy mandating POEs conduct outbound operations. On the Southwest 
Border (SWB), the Mexican Drug Trafficking Organizations (DTOs) are continuing to smuggle bulk cash and 
weapons into Mexico and border violence continues to increase. This thesis makes a recommendation of what 
the best policy option for outbound operations would be to implement on the SWB.
KEYWORDS: Outbound, Policy, Intelligence, Sharing, Hybrid, Mirror, Status Quo
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This thesis examines Iranian foreign policy from 1979 to 2009. Five different explanatory models are evalu-
ated using four well-documented historical examples. The goal of the project is to determine which, if any, of 
these five commonly used explanatory models possesses the most promise as a predictive tool for policymak-
ers and intelligence analysts.
Iranian involvement in the Lebanon Hostage Crisis, their support to Hezbollah, anti-Israel policy, and 
ongoing nuclear development program provide the context for evaluating realist, ideological, factionalist, con-
structivist, and two-level game theory models for explaining Iranian foreign policy. Aspects of each theory are 
assimilated by two-level game theory in such a way as to allow a large degree of explanatory flexibility. Iterative 
competition among the various interests of the state and political factions, as well as ideological and cultural 
factors, contribute significantly to each of the historical examples. Two-level game theory is identified as the 
model possessing the most promise for explaining Iranian state behavior during the period under study.
KEYWORDS: Iran, foreign policy, hostage crisis, Lebanon, Hamas, Hezbollah, terrorism, factionalism, real-
ism, constructivism, two-level game theory
IMPROVING THE SECURITY OF THE U.S. AERONAUTICAL DOMAIN: ADOPTING 
AN INTELLIGENCE-LED, RISK-BASED STRATEGY AND PARTNERSHIP
James G. Hernandez, U.S. Immigration and Customs Enforcement, Washington, D.C.
B.A., Auburn University, 2002
M.Ed., Troy State University, 2003
Master of Arts in Security Studies—December 2010
Advisors: Nadav Morag, DoD Contractor
Paul Smith, DoD Contactor
This thesis presents the findings of a policy analysis conducted on the current policy governing the visa issu-
ing function versus a policy of The U.S. Department of Homeland Security assuming operational and tactical 
level control of the visa issuing function from the Department of State. Responsibility for this system is cur-
rently divided between the U.S. Department of State (DOS) and the U.S. Department of Homeland Security 
(DHS). This results in a duplication of effort, unclear responsibilities, an increased need for communication 
and collaboration between government departments, and a loss of mission focus. In an effort to increase se-
curity, streamline the immigration process, and address the above issues, this thesis recommends that the visa 
issuing function should be exclusively the responsibility of, and performed by, DHS.
KEYWORDS: Visa security, homeland security, Immigrations and Customs Enforcement, Department of 
State, terrorist travel, consular, foreign service, customs and border protection
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ENHANCING PREPAREDNESS ADOPTION AND COMPLIANCE IN THE FEDERAL 
LAW ENFORCEMENT COMMUNITY THROUGH FINANCIAL INCENTIVES
Robert Charles Hutchinson, U.S. Immigration and Customs Enforcement, Miami, Florida
B.S. University of Delaware, 1985
M.P.A. University of Delaware 1987
Master of Arts in Security Studies, December 2010
Advisor: Lauren Fernandez, DoD Contractor
Second Reader: Samuel Clovis,  DoD Contractor
Since the 9/11 terrorist attacks and Hurricane Katrina, the federal law enforcement community has not adopt-
ed the level of emergency preparedness recommended or instructed by national directives, studies, and after-
action reports. The importance of preparedness has been identified in numerous studies regarding the need 
for coordinated efforts on federal, state, local, and tribal levels. Failure to prepare and train employees has 
resulted in tort claims against local agencies and potential increased legal liability for the federal government.
Through an analysis of specific costs and benefits of preparedness adoption and compliance, this thesis con-
cludes that measurable and anticipated benefits often exceed costs for agencies. Analysis reveals that financial 
incentives, through the many federal preparedness grant programs, have encouraged preparedness adoption 
and compliance by state, local, and tribal governments. However, the federal law enforcement community, 
without access to these grants, has not achieved a level of preparedness adoption and compliance, raising the 
question: Would a new financial incentive concept designated for the federal law enforcement community 
increase preparedness adoption and compliance? 
Research indicates that a novel federal financial incentive concept would in fact increase preparedness 
adoption and compliance within federal law enforcement, consistent with its state, local, and tribal partners.
KEYWORDS: Preparedness, adoption, compliance, National Incident Management System (NIMS), Na-
tional Response Framework (NRF), financial incentives, funding, grants, liability, failure to train and deliber-
ate indifference.
OIL POLITICS AND NATIONAL SECURITY IN NIGERIA
Muhammad N. Inuwa–Lieutenant Colonel, Nigerian Army
B.S., Nigerian Defense Academy, 1997
Master of Arts in Security Studies–December 2010
Co-Advisor: Letitia L. Lawson, Department of National Security Affairs
Co-Advisor: Scott Siegel, Department of National Security Affairs
In the last two decades, the federal government of Nigeria has employed several strategies in an effort to re-
solve the ongoing crisis in its Niger Delta Region. Two main approaches were adopted concurrently by both 
military and civilian regimes within the period of study, diplomatic and non-diplomatic. Unfortunately, both 
strategies failed to resolve the crisis. This thesis explains why the strategies failed, arguing that combination 
of an overly high military with low civil counterinsurgency strategies during the military regimes of 1990-
1999 allowed an excessively repressive approach that did not only fail to end the crisis but eventually fuelled 
it to transform agitation into insurgency. In addition, the civilian regimes of 1999-2009, which engaged low 
military and relatively high civil counterinsurgency strategies, have also not been able to resolve the crisis.The 
study hence suggests a moderate approach comprising of both strategies; a professional military approach with 
moderate civil counterinsurgency strategies, and adopting measures that would assist the government to iso-
late its counterinsurgency strategies from political groups’ interference, and resist responding to all pressures 
and complaints likely to sabotage its strategies.
KEYWORDS: Niger, Insurgency, Civil Strategy,  Regime, Civilian, Grievances, Civic, Insurgent Groups
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PIRACY AND ITS IMPACT ON THE ECONOMY
Rami H. Islam–Lieutenant, United States Navy
M.A., Naval Postgraduate School, December 2010
Master of Arts in Security Studies—December 2010
Advisor: Robert E. Looney, Department of National Security Affairs
Second Reader: Erik Dahl, Department of National Security Affairs
This thesis attempts to shed light on the growing threat maritime piracy has on the economy along with pos-
sible solutions (military and diplomatic operations) the world can take to combat this threat. Maritime piracy 
has been around since the beginning of time. As the first sea going vessels entered the water, there were 
pirates attempting to pillage their goods. In the twenty first century, the country of Somalia has become the 
major hub of operations for maritime pirates. They operate mainly in the Gulf of Aden and the Horn of Africa 
(HOA).
Maritime piracy will never be completely eradicated, but through diplomatic and military means the threat 
can be greatly reduced. The International Maritime Bureau (IMB) keeps detailed records of each attack in or-
der to establish trends and assistance in eradicating the threat of maritime piracy. While the overall impact of 
piracy has yet to be determined, the fact remains that sea piracy, either directly or indirectly, affects citizens on 
an international level. Although this problem will likely never be completely eradicated, it is necessary, through 
means of collaborative diplomacy and military forces; to work together internationally in order to decrease the 
impact maritime piracy has on global society.
KEYWORDS: Somalia Piracy, Maritime Piracy, Somalia, Piracy, Maritime Terrorism, Cost of Piracy, Eco-
nomic Impact of Piracy, International Maritime Bureau
COUNTERING ISLAMIC RADICALIZATION AND AL SHABAAB RECRUITMENT 
WITHIN THE ETHINIC SOMALI POPULATION OF THE UNITED STATES:  
AN ARGUMENT FOR APPLYING BEST PRACTICES FOR STEMMING 
YOUTH GANG RECRUITMENT AND INITIATION
Jeffrey J. Jones, Federal Bureau of Investigation
B.A., Mary Washington College, 1992
Master of Arts in Security Studies, 2010
Advisor: John Rollins, DoD Contractor
Second Reader: Javed Ali, Federal Bureau of Investigation
Over the past few years, a spate of attempted plots, lethal attacks, and arrests of American Muslims both at 
home and overseas has created the perception of a more worrisome development regarding the issue of do-
mestic radicalization and homegrown violent extremism. The individuals involved in these developments have 
come from a broad cross-section of various ethnic, socioeconomic, cultural, and geographic backgrounds in 
the United States, making it difficult for law enforcement and the intelligence community to focus their efforts 
to predict or determine where violent extremists will emerge. This thesis focuses on the Somali-American 
community in particular and the threat posed by a very small percentage of that community that has, in recent 
years, been drawn to violent extremist agendas in Somalia. This thesis examines existing best practices that 
might be leveraged or utilized to combat the radicalizing influences that have affected some Somali-Americans 
in the past, with the hope that those practices can prevent similar effects in the future. 
KEYWORDS: Al Shabaab, Al Qaeda East Africa, Somalia, Somali-American, Radicalization, Community 
mobilization, Social capital, Trust, Socioeconomic, Spergel model, Disaffection
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SUNNI AND SHIITE MARTYRDOM: A COMPARATIVE ANALYSIS 
OF HISTORICAL AND CONTEMPORARY EXPRESSION
Kelly F. Kafeyan–Major, United States Air Force
B.S., Regents College, University of the State of New York, December 1997
Master of Arts in Security Studies–December 2010
Advisor: Mohammed M. Hafez, Department of National Security Affairs
Co-Advisor: Abbas Kadhim, Department of National Security Affairs
While Shia organizations such as Hezbollah pioneered the use of suicide bombings as “self-sacrifice opera-
tions” in the early 1980s, Shia groups have abandoned the practice since the 1990s, while Sunni organizations 
like Hamas and Al Qaeda in Iraq have not only exponentially increased the use of “martyrdom operations,” 
they have expanded the target set to include civilians, and now primarily target other Muslims. By first ana-
lyzing the historical tradition of martyrdom within Shia and Sunni Islam and then conducting case studies 
on Shia Hezbollah, Sunni Hamas and Sunni Al Qaeda in Iraq, this essay seeks to discover whether there are 
historical factors that can help explain the differences in the contemporary expression of martyrdom between 
the two main sects of Islam. 
The main findings of this essay are that the less prominent role martyrs play in the Sunni tradition, con-
trasted against the consistent 1,400-year history of venerating prominent Shia martyrs, allowed Sunni extrem-
ists to essentially rewrite their history and reinvent “martyrdom” to suit their own contemporary political 
goals. Additionally, the essay reveals that in the vacuum of restraint from the Sunni theologians, Sunni Salafi-
Jihadist organizations like Al Qaeda have pushed the boundaries of the religious justification that supports 
martyrdom operations so far that they are now primarily killing Muslims and non-combatants – a practice that 
is not only forbidden, but one of the greatest sins in Islam.
KEYWORDS: Terrorism, Martyrdom, Suicide Bombings, Hezbollah, Hamas, Al Qaeda
ROLE OF LEGISLATURE IN THE DEMOCRATIZATION PROCESS IN MALAWI
Frank K.N.T. Kayanula-Banda–Captain, Malawi Defense Force
B.A., Mzuzu University, June 2003
Master of Arts in Security Studies–December 2010
Advisor: Letitia Lawson, Department of National Security Affairs
Second Reader: Anshu N. Chatterjee, Department of National Security Affairs
Among the many countries that underwent the democratization process in Africa in the mid 1990s, Malawi 
remains one of the countries still in the transition process while struggling to fully consolidate. Its parliament 
faces challenges impacting its performance of the core functions: executive oversight, constituency service 
and legislation. Despite the challenges Malawi parliament faces, it distinguished itself in 2002 when it helped 
to maintain constitutionality by denying the President’s bid to change the constitution to allow him to stand 
beyond the constitutional limit of two terms. Since then, parliament has been less effective in performing its 
main functions. This thesis compares parliament performance of its core functions in the period 1994 to 2004 
and 2004 to 2009 to explain why its performance declined over time. It finds that the struggle for control of 
the House undermined parliament’s ability to perform these key functions, and thereby weakened the democ-
ratization process.
KEYWORDS: Legislature, Oversight, Legislation, Constituency Service
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JEMAAH ISLAMIYAH: REEVALUATING THE MOST DANGEROUS 
TERRORIST THREAT IN SOUTHEAST ASIA
Gregory R. Kippe-Lieutenant Commander, United States Navy
B.A., Michigan State University, June 1999
Master of Arts in Security Studies–December 2010
Advisor: Michael S. Malley, Department of National Security Affairs
Second Reader: Sandra R. Leavitt, Department of National Security Affairs
This thesis examines Jemaah Islamiyah, Southeast Asia’s most dangerous terrorist threat. Since the group 
manifested its presence with its suicide bombings in Bali, Indonesia, on October 12, 2002, considerable efforts 
have been devoted to describing the group responsible for the most damaging terrorist attacks in Southeast 
Asia and interpreting how it has changed over time. Over the course of the last decade, two competing in-
terpretations of JI emerged. One view held that JI was divided between a large group of traditionalists and 
smaller group of pro-violence militants. This became the conventional wisdom and served as the foundation 
for most countries’ counterterrorism policies. The other held that the two factions worked closely together. By 
reconsidering JI’s evolution in light of recently available evidence, this thesis shows that the second view more 
accurately describes JI. In particular, this thesis suggests that the two factions should be viewed as mutually 
supportive “administrative” and “operational” components of a single, adaptable terrorist group. To be suc-
cessful over the long term, counterterrorism policies will need to pay greater attention to the administrative 
faction and its relationship to the operational wing, which conducts actual terrorist attacks.
KEYWORDS: Terrorism, Counterterrorism, Jemaah Islamiyah, al-Qaeda, Indonesia, Southeast Asia, Suicide 
Bombings, Bali.
INFORMATION-SHARING APPLICATION STANDARDS 
FOR INTEGRATED GOVERNMENT SYSTEMS
Gary C. Lavers–Major, United States Air Force
B.S., University of Maryland, June 1995
Master of Arts in Security Studies–December 2010
Advisor: Robert E. Looney, Department of National Security Affairs
Second Reader: Sean F. Everton, Department of Defense Analysis
This thesis examines the Department of Homeland Security’s (DHS) Homeland Security Information Net-
work (HSIN) early acquisition shortcomings identified by the Government Accountability Office, DHS In-
spector General and Congressional Research Service reports. Challenges identified in the initial development 
of HSIN reveal a lack of adequate program management, requirements planning, risk analysis and architec-
tural design led to low user acceptance and continued DHS information-sharing challenges. Lessons learned 
from HSIN are examined to determine which best practices can help ensure major government software-
acquisition projects meet user’s needs. Often overlooked, but critical, software program-management practices 
include user requirements planning that focuses development on the highest priority tasks and encourages 
the timely accomplishment of project milestones, risk planning that ensures potential roadblocks are under-
stood and addressed, and architectural design practices that foster the integration of both newly developed 
and legacy information systems. Without initial and continuous life-cycle requirements, risk and architectural 
planning, software projects run an increased risk of going over budget, missing operational milestones and 
ultimately not meeting its user’s needs.
KEYWORDS: Homeland Security Information Network, HSIN, Software Acquisition, Homeland Defense, 
Enterprise Architecture, Software Reuse, Component Architecture, Interoperability, Extensibility, Service-
Oriented Architecture, Software Risk Management, Requirements Planning
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COMBATING TERRORISM IN THE PHILIPPINES TO 
IMPROVE U.S. HOMELAND SECURITY
William E. Lowery–Major, United States Air Force
B.S., University of Missouri-Kansas City, May 1996
Master of Science in International Relations–June 2005
Master of Arts in Security Studies–December 2010
Advisor: Michael Malley, Department of National Security Affairs
Second Reader: Sandra Leavitt, Department of National Security Affairs
This thesis will seek to shed light on the broader issue of whether or not the United States can enhance 
homeland security by fighting terrorism abroad, in the Philippines specifically, and help deepen our under-
standing of the dynamics at play. It will do this first by examining the key terrorist organizations operating 
in the southern Philippines, providing an understanding of what motivates them, how they operate, and how 
terrorist activity in this region impacts U.S. homeland security. Analysis of U.S. policies and efforts to mini-
mize this activity will reveal whether or not they have enjoyed any measure of success. The efforts put forth 
by the United States over the past nine years have been significant, involved a sustained U.S. presence in the 
affected areas, and cost U.S. taxpayers billions of dollars. The second front in the global war on terrorism has 
not produced a direct attack on U.S. interests since 9/11. Additionally, the focus on the Abu Sayyaf Group 
(ASG) has produced definitive results, but terrorist attacks in the region persist, threatening the stability of 
the Philippines and U.S. interests there. This thesis concludes that, while the United States has enjoyed some 
successes, clearly it has yet to confront the root causes of the problems in the southern Philippines. While 
the United States aggressively pursued the ASG, as recently as 2008, a breakdown in the peace process talks 
between the Philippine government and the Moro Islamic Liberation Front (MILF) resulted in displacement 
of hundreds of thousands of residents in the southern Philippines. Another breakdown could likely end up 
having history repeat itself unless the United States adopts a more comprehensive strategy that addresses the 
root causes underlying the separatist movements. 
KEYWORDS: Homeland security, Philippines, terrorism, Moro Islamic Liberation Front, Abu Sayyaf Group, 
counterterrorism, Mindanao
SANCTIONING SUCCESS? ASSESSING THE ROLE OF 
SANCTIONS IN THE MILITARIZATION OF IRAN
Richard L. McKnight, II-Lieutenant, United States Navy
B.S., United States Naval Academy, 2002
Master of Arts in Security Studies-December 2010
Advisor: Robert E. Looney, Department of National Security Affairs
Second Reader: James Russell, Department of National Security Affairs
In its three decade history, the Sepah-e Pasdaran-e Englab Eslami, or Islamic Revolutionary Guards Corps, evolved 
from the relatively modest role of ad hoc security apparatus into its current state as an independent and pro-
fessional, armed force enmeshed in the political and economic life of modern Iran. In tracing the history of 
the Guards, one cannot help but take note of how multiple rounds of U.S. sanctions have set the stage for 
this transformation. Sanctions imposed under the Carter and Reagan administrations created a defense gap 
by first severing ties between the Iranian and U.S. defense industries and then choking the flow of U.S. war 
materiel through intermediaries. The Guards, buoyed by their connection to Iranian defense conglomerate 
DIO, rose with the tide of domestic wartime spending; emerging from the Iran-Iraq War with a considerable 
construction and manufacturing base. The Guards were then able to leverage this base to dominate postwar 
reconstruction in Iran, spurred by a gap in foreign development activity exacerbated by the Clinton era sanc-
tions. Today, smart sanctions appear to continue this trend by the creation of a finance gap that is tilting the 
ongoing privatization of Iran’s burgeoning public sector squarely in favor of the Guards.
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KEYWORDS: Islamic Republic, Iran, Islamic Revolutionary Guards Corps, IRGC, sanctions, militarization, 
politicization
MEXICO AND THE COCAINE EPIDEMIC: THE NEW COLOMBIA OR A NEW PROBLEM?
Kenneth E. Michel–Lieutenant, United States Navy
B.S., United States Naval Academy, May 2003
Master of Arts in Security Studies: Homeland Security and Defense–December 2010
Advisor: Robert E. Looney, Department of National Security Affairs
Second Reader: Erik J. Dahl, Department of National Security Affairs
Recently, there has been an increasing amount of attention paid to Mexico and its struggle with drug cartels. 
The drug war in Mexico has cost the lives of 28,000 people since 2006, leading to a growing concern that 
Mexico may become a narco-state. Although the situation in Mexico seems uncontrollable, this is not the first 
time drug trafficking organizations (DTO) have threatened the livelihood of a state. Colombia from the 1980s 
through the mid-1990s was dominated by cartels that ruled with violence and almost brought Colombia to its 
knees. Colombia today continues with its fight against DTOs; however, the security of the state is no longer 
directly threatened by cartels. 
This thesis will discuss the history of the cocaine trade and explain why Mexico was able to supplant 
Colombia as the cocaine epicenter. Likewise, we will discuss the U.S. strategy to combat DTOs and identify 
shortcomings in order to implement a better strategy to defeat the cartels. We have seen an increase in violence 
in Mexico and it is critical for the U.S. to act in order to prevent the U.S. homeland from coming under siege 
by the bloody Mexican drug war fueled by the cartels.
KEYWORDS: Cartels, Drug Trafficking Organizations, DTO, Cocaine, Plan Colombia, Merida Initiative, 
FARC, Northern Triangle, Interdiction, Self Propelled Semi Submersible, SPSS, Balloon Effect, Venezuela.
BIOMETRIC BORDERS AND COUNTERTERRORISM
Todd M. Moore–Major, United States Air Force
B.S., United States Air Force Academy, May 1996
Master of Science in Aviation Science–September 2004
Master of Security Studies-December 2010
Advisor: Maria Rasmussen, Department of National Security Affairs
Second Reader: Ted Lewis, Center For Homeland Defense and Security
This thesis investigates the ties between biometrics and state security by analyzing biometric identification 
and screening programs, their structural elements, and ultimately their effectiveness. Although biometric 
identification is rapidly becoming an international norm, quantitative assessments of biometric identification 
programs within the larger context of state and international security are non–existent. This thesis discusses 
the idea of identity, defines the identity problem, addresses identity’s role in state security, and addresses how 
biometric identification contributes to this end. Individual characteristics of the most prominently used bio-
metric identifiers are discussed in detail (face, fingerprint, and iris), as well as the overall concept of biometric 
identification. The ICAO e–Passport program and the U.S. specific screening functions are presented to il-
luminate how biometric identifiers are used in practical border security applications. These programs, in turn, 
serve as the basis for the investigation of the effectiveness of biometric identification as it pertains to state 
security, focusing first on U.S. immigration and then on the broader context of international terrorism. 
Biometric identification has been largely credited with producing tangible security gains. This thesis seeks to 
tie a quantitative measure to that assertion and generate future discussion about the merits of biometrically 
based identification and screening.
KEYWORDS: Biometrics, Border Control, Counterterrorism, Immigration
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BEIJING AND THE 1961 PRC-DPRK SECURITY TREATY
Chanhyun Nam–Captain, Republic of Korean Army
B.S., Korea Military Academy, March 2006
Master of Art in Security Studies–December, 2010
Advisor: Alice Lyman Miller, Department of National Security Affairs
Second Reader: COL Mark B. Chakwin, USA, Department of National Security Affairs
This thesis addresses the continuation of PRC-North Korean alliance even though significant changes have 
emerged in international security environment. Numerous studies have focused on the decreased strategic 
value of North Korea with respect to Chinese national interests, but Pyongyang still serves as stepping stone 
for China to expand its leverage. China’s national objectives of maintaining its leverage in Northeast Asia 
indicates that Beijing will maintain the 1961 alliance to assure its security interests. 
By examining the formation of PRC-DPRK alliance, this thesis assesses the characteristics of their alliance 
and analyzes the evolution in Beijing’s approach to Pyongyang by explaining how transitions in the security 
environment have affected their alliance. This thesis concludes that, for China, the rationale for maintain-
ing the PRC-DPRK alliance is to guarantee China’s national interests, not to sustain its traditional “sealed in 
blood” relationship.
KEYWORDS: Alliance, PRC-DPRK alliance, National interests, Northeast Asia. 
CAPACITY BUILDING AS AN ANSWER TO PIRACY IN THE GULF OF ADEN
Ioannis Nellas–Lieutenant Junior Grade, Hellenic Navy
B.S., Hellenic Naval Academy, July 2002
Master of Science in Security Studies–December 2010
Advisor Thomas Bruneau, Department of National Security Affairs
Second Reader: Alex Bordetsky, Department of Information Science
Second Reader: Paul Shemella, Center for Civil–Military Relations
The Horn of Africa has become an epicenter of interest for the global community due to the drastic increase 
in piracy. Indicative of the Gulf of Aden’s strategic importance is the fact that more than 30,000 ships per year 
and 3 million barrels of oil per day transit the Suez Canal. Indicative of the severity of the problem of piracy 
is the fact that more than 30 countries are committing naval forces as part of a solution to the problem. The 
international community seeks to secure the area and protect the global economy.
This thesis attempts to provide an innovative sustainable capacity building conceptual model to tackle 
piracy through the employment of cutting edge technological assets, i.e tethered aerostat radar sensors, UAVs 
and picosatellites. The economic and technical feasibility of the proposed conceptual model is tackled respec-
tively by illustrating a scenario and providing an economic cost benefit approach regarding the cost of the pro-
posed infrastructure. The conceptual model consists of a complex set of various components that, together, 
build an integrated architectural set constituting an innovative, alternative capacity-building model aiming to 
secure maritime traffic corridors, and at the same reducing the economic cost significantly and the number of 
deployed naval assets. 
KEYWORDS: Piracy , Capacity Building, Horn of Africa, Tethered Aerostats, Radar sensors, Picosatellites, 
UAVs, Maritime Scenario, Design Variables, Economic cost, Feasibility, Innovative Approach. 
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UNITED STATES FOREIGN POLICY FAILURES TOWARD REVOLUTIONARY 
IRAN: MISCALCULATING TEHRAN’S POWER PROJECTION AND 
IGNORING THE NATIONAL CHARACTER OF THE IRANIAN PEOPLE
Omur Oz–First Lieutenant, Turkish Air Force
B.S., Turkish Air Force Academy, 2002
Master of Arts in Security Studies–December 2010
Co-Advisor: Robert Looney, Department of National Security Affairs
Co-Advisor: Abbas Kadhim, Department of National Security Affairs
The challenges that Iran poses are, arguably, some of the most significant foreign policy issues leading Wash-
ington’s agendas today. Iran’s power projection and regional ambitions, according to many American politi-
cians and social scientists, defy the U.S. and its allies in the region. However, more than three decades of U.S. 
foreign policies towards Iran, including economic sanctions, political pressure and intimidation have neither 
altered the Islamic authority’s aggressive diplomacy nor achieved regime change; instead, these foreign policy 
choices—by arousing nationalist sentiment and revealing a collective sense of discontent toward American 
policies among many Iranians—have actually facilitated hardliners in gaining public support. In this context, 
this thesis, by assessing the lessons learned from previous U.S. strategies, their successes and failures, and by 
considering the unintentional consequences, many of which caused a backlash among the Iranian people, as 
well as by examining the political and social climate that exists in Iran today, looks for a sustainable, viable and 
ultimately successful resolution within the Iranian society.
KEYWORDS: U.S.-Iranian relations, U.S. foreign policy toward Iran, Iran’s power projection
EASING THE ARCTIC TENSION: AN ECONOMIC SOLUTION
Chad P. Pate-Major, United States Air Force
B.S., Iowa State University, December 1996
M.S., Troy University, September 2008
Master of Arts in Security Studies—December 2010
Advisor: Anne L. Clunan, Department of National Security Affairs
Second Reader: Erik Dahl, Department of National Security Affairs
Climate change in the Arctic is affecting the ice melt more rapidly than previously anticipated and the Arctic 
is now forecast to be ice-free by 2013. International borders, fossil fuel reservoirs and new sea routes for navi-
gation are just a few of the issues at stake due to the receding ice cover. Contrary to those who perceive U.S.-
Russian conflict arising out of the region and advocate a military response, this thesis argues that the Arctic, 
precisely because of its rich hydrocarbon resources, may prove to be amenable to a capitalist peace. Research 
suggests that nations linked by economic interdependence are less apt to engage in conflict with each other. 
Nations seeking foreign direct investment will be less likely to initiate conflict, as this would diminish the 
potential for attracting foreign capital. Russia’s economy is dependent on oil and natural gas exports and these 
industries have created enormous wealth for the nation. Yet Russia’s existing fossil fuel reservoirs are nearing 
exhaustion. Tapping into Arctic reserves is a strategic imperative for Russia, however, it lacks the technological 
capacity to do so. The energy industry in the West is farther along in developing such extractive technology. 
This thesis argues that Russia’s need of foreign assistance in its hydrocarbon sector will make Russia more 
pacific, thereby offsetting realist fears of a military conflict in the Arctic.
KEYWORDS: Russia, Capitalist Peace, Realism, Oil, Natural Gas Industry, NSPD-66, Energy Strategy
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ENERGIZING THE ENTERPRISE:  
AN INCENTIVE-BASED APPROACH TO HOMELAND SECURITY
Jason B. Porter–Major, United States Air Force
B.S., United States Air Force Academy, May 1996
M.S., Air University, December 2007
Master of Arts in Security Studies–December 2010
Advisor: Robert E. Looney, Department of National Security Affairs
Second Reader: Erik J. Dahl, Department of National Security Affairs
The key message for the homeland security enterprise in the 2010 National Security Strateg y is that homeland 
security “is not simply about government action alone, but rather about the collective strength of the entire 
country.” Based, in part, on sheer numbers, but mostly on its ability to touch every aspect of every life in every 
location, the American population is simply unmatched by any other resource at our disposal. Therefore, the 
country’s collective strength hinges on the participation of its citizens. Unfortunately, however, much of the 
population perceives homeland security as a collective good—that they will receive the same benefits whether 
they contribute or not. 
After examining the level of importance of individuals to homeland security and then assessing their current 
level of engagement, this thesis evaluates the tendency of individuals to remain free riders in the administra-
tion of a public good—homeland security. The study concludes that the lack of citizen participation is a col-
lective action problem, which will only be remedied through the use of “separate and selective” incentives.
KEYWORDS: Homeland Security, Enterprise, Emergency Preparedness, Terrorist Plots, Preparedness, 
Awareness, Collective Action, Free Rider, Incentives, Mancur Olson, Social Networks, Public Choice, Israel, 
Direct Citizen Participation, 9/11, Hurricane Katrina
FUSION CENTERS: SECURING AMERICA’S HOMELAND FROM THREATS
Shane C. Saari–Major, United States Air Force
M.H.R., University of Oklahoma, May 2000
B.A., B.S., Moorhead State University, MN, May 1996 
Master of Arts in Security Studies–December 2010
Advisor: Robert E. Looney, Department of National Security Affairs
Second Reader: Erik J. Dahl, Department of National Security Affairs
The attacks of September 11, 2001, were a wakeup call for the United States. In the aftermath, the U.S. govern-
ment created the Department of Homeland Security to coordinate the efforts of securing the nation’s porous 
borders. One of the many tools developed to secure the nation was the development of a network of state and 
local fusion centers throughout the country. This thesis examines the effectiveness of fusion centers as a net-
work of information collaboration to counter illegal activity by involving rural residents and local law enforce-
ment as force multipliers in sparsely populated border states. This study incorporates case studies from the 
states of North Dakota and Washington, as both are northern tier states whose geographical diversities and 
challenges are representative of problems facing any northern border state. The results of this study suggest 
that fusion centers, while still in their infancy, are an effective tool to enhance information flow and provide 
leadership the ability to centralize efforts to leverage resources to counter both natural and manmade events.
KEYWORDS: Fusion Center; Border Security; Homegrown Terrorism; All-hazards
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ASSESSING THE INFLUENCE OF THE UNITED STATES’ NUCLEAR DETERRENT  
ON THE CHINA-JAPAN SECURITY RELATIONSHIP 
David L. Stanford, Jr.–Lieutenant, United States Navy
A.B., Cornell University, May 2005
Master of Arts in Security Studies–December 2010
Co-Advisor: Wade L. Huntley, Department of National Security Affairs
Co-Advisor: Robert J. Weiner, Department of National Security Affairs
To what extent has the United States’ guaranteed nuclear deterrent to Japan influenced the security relationship 
between China and Japan? The conventional wisdom holds that while the overall balance of U.S. influence has 
been to both ameliorate and exacerbate tensions between Tokyo and Beijing, Washington’s nuclear guarantees 
in particular have served to reduce tensions by helping to prevent a nuclear-armed Japan. Much scholarly work 
has been dedicated to analyzing the U.S. impact on the China-Japan relationship generally and the prediction 
of increased tensions resulting from changes to the U.S. nuclear umbrella (namely, development of ballistic 
missile defense). However, little attention has been paid to assessing how the magnitude and direction of U.S. 
influence have varied over time and whether the predictions of a worsening Sino-Japanese security dilemma 
have come to fruition. Conducting a historical analysis of the period 1945–present, this thesis finds that the 
influence of U.S. extended deterrence is more nuanced. While the strongest influence has been to ameliorate 
long-term hostilities, the influence most frequently felt was exacerbation of short-term tensions. This influence 
notwithstanding, this thesis finds that changes in the U.S. nuclear guarantee to Japan have infrequently been 
associated with changes in the China-Japan security relationship.
KEYWORDS: China, Japan, United States, security relationship, extended deterrence, nuclear umbrella, mis-
sile defense, nonproliferation, security dilemma
COUNTERTERRORISM: ENGAGEMENT, DEVELOPMENT AND DETERRENCE 
John D. Stephenson–Major, United States Air Force
B.A., Washington State University, May 1996
Master of Arts in Security Studies–December 2010
Advisor: Abbas Kadhim, Department of National Security Affairs
Second Reader: Robert Looney, Department of National Security Affairs
The war on terrorism has not reduced the threat from terrorism. Terrorism as a tactic cannot be defeated. 
States policies cannot rely on force alone in an attempt to defeat the use of a tactic. States need to use more ef-
fective counterterrorism policy options than coercion and force to deter groups from using terrorism. Groups 
choose to use terrorism as a tactic as a means to bring attention to be engaged and their grievances addressed. 
Engaging groups that use terrorism to address and resolve their grievances can prevent the cycle of violence of 
a terrorism campaign and delegitimize their use of force to resolve grievances. Economic development of de-
veloping nations can produce strong institutions necessary for minority groups to resolve grievances and build 
internally balanced market economies in developing nations that allow them to fully participate in economic 




STRATEGY FOR UPGRADING PREPAREDNESS IN SMALL AND RURAL 
COMMUNITIES TO MEET NATIONAL PREPAREDNESS STANDARDS
Mark G. Stigler–City of Waukesha, Wisconsin Police Department
B.A., Mount Senario College, 1999
Master of Arts in Security Studies-December 2010
Advisor: Lauren Fernandez, DoD Contractor
In order for the smallest units of government—towns, villages, small cities, and rural areas—in the least 
populated areas of the country to successfully meet the national preparedness, response, recovery, and interop-
erability goals of the National Preparedness Guidelines, they must adhere to the compliance metrics of the 
National Incident Management System. This ensures personnel and resource accountability as well as success-
ful multiagency coordination during times of disaster.
Efforts by small towns and rural areas to meet NIMS compliance standards have been problematic. Failure 
of some units of government to meet these requirements has affected their ability to effectively respond to and 
recover from major disasters, as evidenced when coordinating with resources outside their immediate area or 
NIMS-compliant agencies. NIMS is built around the concept that all units of government and all disciplines 
from the federal to the local level must not only understand their role during incident response but also have 
the ability to seamlessly interoperate with each other and account for personnel and resources to successfully 
manage an incident. This research examines the reasons for the inability of some small towns and rural areas 
to meet these preparedness standards. The research findings drive the proposed solutions.
KEYWORDS: National Incident Management System; Department of Homeland Security; Law Enforce-
ment; Emergency; Local Tribal Incident Management Teams; Federal Emergency Management Agency; 
GEORGIA’S qUEST FOR NATO MEMBERSHIP: CHALLENGES AND PROSPECTS
Nakia J. Summers–Captain, United States Army
B.A. Shepherd University, 1999
Master of Arts in Security Studies–December 2010
Thesis Advisor – David S. Yost, Department of National Security Affairs
Co-Advisor – Mikhail Tsypkin, Department of National Security Affairs
Georgia has a résumé of achievements in its relations with NATO since 1992. However, at the 2008 Bucharest 
Summit, the NATO Allies chose not to offer Georgia a Membership Action Plan. At the 2009 Strasbourg-
Kehl Summit, the NATO Allies again chose not to offer Georgia such a plan. This thesis examines Georgia’s 
prospects for NATO membership. It investigates the hypothesis that Georgia’s membership aspirations are 
affected by two sets of variables – internal and external. The two key internal variables that affect Georgia’s 
prospects for membership are Tbilisi’s progress on reforms and the unresolved conflicts with the separatist 
regions of Abkhazia and South Ossetia. The NATO Allies will continue to evaluate Georgia on its efforts to 
democratize, develop a market economy, and create a professional military that contributes to Euro-Atlantic 
security. Georgia notes that the separatist regions are within its internationally recognized borders, but neither 
region desires to be reconciled with the government in Tbilisi. The primary external variable remains Russia’s 
policy toward Georgia. Russia is opposed to Georgia joining NATO and has since the August 2008 Georgia-
Russia war recognized the separatist regions of South Ossetia and Abkhazia as independent states. 
KEYWORDS: Georgia, Russia, Rose Revolution, NATO, South Ossetia, Abkhazia, Democratic Reform, 
Military Reform, Media Freedom, Political Reform
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THE INTERNATIONAL NEXUS BETWEEN DRUGS AND 
TERROR: LESSONS IN CONFLICT AND DIPLOMACY
Kirstie I. Talbot–Major, United States Air Force
B.A., Syracuse University, May 1997
Master of Arts in Security Studies–December 2010
Advisor: Robert E. Looney, Department of National Security Affairs
Second Reader: Victoria S. Clement, Department of National Security Affairs
This thesis examines the nexus that has evolved between terrorism and the illicit drug trade and that has 
threatened the sovereignty of countless nations worldwide. The “narcoterrorist” nexus is becoming ever more 
apparent as the transnational link between narcotics trafficking and terrorism has coerced Mexico into an on-
going struggle for survival against powerful drug cartels that are ravaging the region. Does narcoterrorism 
pose a clear and present danger to America’s national security? Is the current U.S. strategy to prosecute it ef-
fective? Moreover, are there any lessons that can be derived from the Latin American and Eurasian examples 
that would afford added insight into this phenomenon and assist U.S. policymaking efforts? 
This thesis endeavors to answer these questions through an investigation of two areas of study. First, 
an examination of the concepts and historical context associated with the nature of narcoterrorism will be 
presented, highlighting numerous issues that exist within the lexicon. Second, to ascertain if previous efforts 
can offer beneficial perspectives in confronting the current narcoterrorist threat, two in-depth case studies 
concerning Turkey and Columbia will be accomplished. These two components when combined offer valuable 
lessons learned and potential policy recommendations that can be applied to the existing volatile situation.
KEYWORDS: Narcoterror, Terrorism, Drug Trafficking, Colombia, Turkey, FARC, Armed Revolutionary 
Forces of Colombia, PKK, Kurdistan Workers Party, Transnational Organized Crime 
MIXED SIGNALS: THE IMPACT OF INTERNATIONAL 
ADMINISTRATION ON KOSOVO’S INDEPENDENCE
James M. Trachier–Major, United States Air Force
B.S., The University of Texas at Austin, December 1996
Master of Arts in Security Studies–December 2010
Co-Advisor: Zachary S. Shore, Department of National Security Affairs
Co-Advisor: Kenneth R. Dombroski, Department of National Security Affairs 
Under provisions of United Nations (UN) Security Council Resolution 1244, elements of the UN, the North 
Atlantic Treaty Organization (NATO), and the European Union (EU) became the de facto government of Ko-
sovo following NATO’s 1999 air campaign against Serbian forces suspected of committing atrocities against 
the province’s ethnic Albanian population. On February 17, 2008, after just under a decade of international 
administration, Kosovo declared its independence and was recognized by the United States and other Western 
powers in the following days. 
Given the emphasis placed on respecting Yugoslavia’s sovereignty and preserving its territorial integrity 
in numerous official texts, including Resolution 1244, why is Kosovo now recognized as an independent state 
by much of the world? This examines historical, institutional, and systemic explanations for Kosovo’s inde-
pendence. It concludes that while all three explanations have some merit, only the systemic explanation has 
sufficient explanatory power to stand on its own. This explanation holds that, by pursuing a “Standards before 
Status” approach, the international administration of Kosovo exacerbated the existing polarization between 
Serbs and Kosovar Albanians by failing to provide incentives for concessions. Contrary to stated goals, this 
approach contributed to the creation of a de facto independent Kosovo state.
KEYWORDS: Balkans, Ethnic Albanians, European Union, The Federal Republic of Yugoslavia, Indepen-
dence, Kosovar Albanians, Kosovo, Kosovo Force, KFOR, North Atlantic Treaty Organization, NATO, Self-
Determination, Serbia, Sovereignty, Standards before Status, United Nations Mission in Kosovo, UNMIK
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AN ASSESSMENT OF THE WATER DEVELOPMENT PROJECT (GAP) OF TURKEY: 
MEETING ITS OBJECTIVES AND EU CRITERIA FOR TURKEY’S ACCESSION
Aristotelis Varsamidis–Lieutenant Commander, Hellenic Navy
B.S., Hellenic Naval Academy, June 1993
Master of Arts in Security Studies–December 2010
Advisor: Robert E. Looney, Department of National Security Affairs
Second Reader: Wade L. Huntley, Department of National Security Affairs
The World Commission on Dams (WCD) reports that most of large-scale water development projects around 
the world fail to achieve their objectives for sustainable human development. Moreover, the EU has set as 
primary requirements for those states’ candidates for full membership, regional stability and respect of human 
rights in their domestic policies. 
In 1989, Turkey implemented a multisectoral Water Development Project (GAP) to bring socio-economic 
development in its undeveloped Southeastern Anatolia region by exploiting the Euphrates and Tigris water. 
However, the GAP project not only has failed in meeting its objectives, but also has raised more obstacles for 
Turkey’s full membership to the EU.
The thesis assesses the GAP project in terms of progress of its objectives by scrutinizing the agricultural-
energy sector and the socio-economic status of the Southeastern Anatolia region. Additionally, this thesis pro-
ceeds to conclude the assessment by focusing on the role of the project in the stability of the region made-up 
by Turkey, Syria, and Iraq, as well as the status of the internally displaced people as a result of the GAP project, 
within the context of human rights.
KEYWORDS: Water Development Projects, Southeastern Anatolia, Agriculture, Energy, Sustainability, Hu-
man Rights, Internally Displaced People 
THE CALIFORNIA LAW ENFORCEMENT COMMUNITY’S  
INTELLIGENCE-LED POLICING CAPACITY
Cheryl Wade–Ventura County Sheriff’s Department
B.S., California Lutheran University, 1997
M.A., California State University Northridge, 2002
Master of Arts in Security Studies-December 2010
Co-Advisor: David W. Brannan, DoD Contractor
Co Advisor Reader: Patrick Miller, DoD Contractor
Hindsight gives the nation much clarity regarding the cause of the failure to prevent the tragic events of 9/11. 
Calls for reform challenge the intelligence community, and law enforcement in general, to create the collab-
orative capacity to connect the dots, dare to imagine, and become accustomed to expecting the unexpected. 
Throughout the various reformation efforts over the last nine years, one central theme endures: the ability to 
share intelligence across interagency and intergovernmental barriers is imperative. The inextricable link be-
tween foreign and domestic intelligence demands that changes be made to smooth the continuum of efforts 
from public safety, to homeland security, to national security. If the quality of intelligence in this continuum 
is directly related to the depth and breadth of information available, then the participating agencies must be 
fully networked. Such a network is one way to transform the unknowingly relevant into potentially actionable 
intelligence. How else can domestic events be understood in an international context (or vice versa)? 
KEYWORDS: Intelligence-led policing, community-oriented policing, disparate systems, intelligence analy-
sis, intelligence units, data collections, eras of policing, information sharing.
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FLOOD MITIGATION AND RESPONSE: COMPARING THE 
GREAT MIDWEST FLOODS OF 1993 AND 2008 
Tracy L. West-Lieutenant Colonel, United States Air Force
B.S., United States Air Force Academy, 1994
Master of Arts in Security Studies-December 2009
Advisor: Craig Hooper, Department of National Security Affairs
Co-Advisor: Daniel Moran, Department of National Security Affairs
Floods are the nation’s greatest natural disaster. According to the US Geological Survey, floods cause an aver-
age of $6 billion of property damage, claim 140 lives, and prompt more Presidential disaster declarations per 
year than any other hazard. The Federal Emergency Management Agency (FEMA) is the lead for federal re-
sponse to natural disasters. FEMA was the lead agency in 1993 when floods caused an estimated $18 billion in 
damage in the Midwest. The scope and damages of this historic disaster led FEMA to change its approach to 
floodplain management, flood protection, flood mitigation, disaster response, and recovery. FEMA and fed-
eral emergency response further evolved following the terrorist attacks on September 11, 2001 and Hurricane 
Katrina in 2005. The latest changes resulted in a national response framework for all levels of government 
to prepare and respond to all natural and manmade hazards. In 2008, the Midwest experienced its second 
“500-year flood” in fifteen years. This thesis examines whether changes to national disaster response and in-
vestments in flood mitigation over the last fifteen years have improved preparation, protection, and response 
capabilities at the federal, state, and local levels. 
KEYWORDS: Disaster Response, Disaster Recovery, Emergency Response, FEMA, Flood Mitigation, Flood 
Protection, Hazard Mitigation Grant Program, National Response Framework
IMPROVING THE SECURITY OF THE U.S. AERONAUTICAL DOMAIN: ADOPTING 
AN INTELLIGENCE-LED, RISK-BASED STRATEGY AND PARTNERSHIP
David Williams, Houston Airport System, Texas
B.S., University of Houston, 1994
Master of Arts in Security Studies—December 2010
Advisors: Nadav Morag, DoD Contractor
Paul Smith, DoD Contractor
Nine years after the 9/11 attacks—and despite the passage of federal legislation, the creation of a U.S. Depart-
ment of Homeland Security and the appropriation of billions of dollars for this nation’s security—the National 
Aeronautical Domain (NAD) is still vulnerable to exploitation and attack. Indeed, as has been evidenced time 
and again since September 11, 2001, ideologically-driven actors remain committed to exploiting the residual 
weaknesses of the U.S. aviation security apparatus.
This thesis examines three critical areas within the U.S. aviation security system and concludes that, in or-
der to effectively and efficiently reduce the nation’s exposure to aviation-based acts of terrorism, both federal 
and local levels of collaboration in the following areas is urgently required: 1) improved sharing of threat intel-
ligence information; 2) identification and uniform utilization of a specific risk-assessment methodology; and; 
adaptation of an intelligence-led policing management model within the aviation security field. In order to 
achieve the strategic goal of protecting the United States through its aeronautical domain, each of the subject 
areas referenced is discussed as an interdisciplinary process. Finally, the aviation-related security procedures 
of three allied nations are examined to determine if other democratically governed countries have achieved 
success in the same areas. 
KEYWORDS: airport security, aviation security, megacommunities, intelligence, intelligence sharing, risk 
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