Abstract -Energy is one of the main network resources that is used in mobile devices. We proposed an energy efficient routing techniques called reliable minimum energy cost routing (RMECR) and comparing with reliable minimum energy routing (RMER) which are used by the nodes in the most efficient manner. RMER and RMECR works on the basis of balancing the energy of the nodes so that the nodes with maximum energy can do the work and the nodes with less than certain threshold energy required to do a certain amount of work will not do any work. Thereby we try to raise the network reliability and lifetime of communication in a network of mobile devices. The proposed RMECR protocol is also used to decrease the cost of communication in a wireless networking environment.
I. INTRODUCTION
Wireless sensor network generally consists of spatially distributed autonomous wireless devices which consist of sensors to monitor physical and environmental conditions. Wireless devices are usually mobile devices as they can communicate easily while moving from one place to another. These mobile devices are vastly used in various important applications such as military applications, agriculture, fire detection etc.
Every mobile node in a network is associated with a certain amount of energy. These energy depends on capacity of the battery that is correlate with every node. Each mobile node in the wireless network environment will do some work in transferring the information form source to destination node thereby loses some bulk of energy. The remaining energy(power) of the nodes wises do some work in the network environment is called as residual energy. This residual energy is very essential factor to every mobile node in the wireless environment because it gives how much more work a mobile node can do.
As use of WSNs are increasing day by day providing reliability in transmission is also becoming an important factor. One such routing that can provide reliability to mobile devices are energy effectual routing techniques. Energy efficient routing is one of the main mechanisms possible to decrease the cost of communication in wireless networking environment as there are no secured connections between nodes.
The energy efficient routing technique such as RMER (Reliable Minimum Energy Routing) and RMECR (Reliable Minimum Energy Cost Routing) uses energy efficient paths to propagate through the nodes. It is basically based on the idea of Providing authenticated of links by reducing retransmission. For an instance, De Couto et al. [1] Introduced the represented of expected transmission count (ETX) this is to find secure routes that consist of paths requiring less number of re-transmissions for lost packet recovery.
II. RELATED WORK
Energy is an important resource of all wireless sensor nodes in a network. Without the residual energy sensor nodes in WSN switch to off state and stops their working irrespective of the ongoing process, it is used in a proper way to accomplish tasks efficiently in every node in WSN. Hence, using a RMER protocol was proposed by Javad, Venkatesha and Ignas for Energy efficient routing in Wireless Ad-Hoc Network [1] .
For efficient communication the distance information of every node is captured in a Neighbor table and it is very helpful during multipath and long range communication network fields [10] [6] . For fast access between sender and receiver node communication can achieved by using efficient routing implementation among the sender and receiver [2] [4]. Dijkstra's algorithm, it exhibits shortest path communication among the multi paths in network topology adds an extra fast mechanism for transmission [6] . Packet transmission is crucial point where the attackers can hack the network and grab the data information easily so security takes major role in packet transmission [5] .The data is modified because it cannot understand if it is took by the attackers in the communication path between the sender and receiver that is possible only when the good encryption techniques are adopted in our project otherwise there is a possibility of varies types of attacks [14] [15] in the network communication, hence encryption plays a major role on sender side after that decryption happens on the receiver side in a usual manner, hence every data is necessary to be encrypt when it passes once from the sender side.
Using a proper energy efficient routing and packet encryption techniques enhances the network life in Wireless sensor network [1] [2] [3] [4] . Our work is based on all these studies we did from various papers and web references and all these theories and algorithms proposed on energy efficient routing protocols and the factors needed to achieve these factors.
III. METHODOLOGY
Here we mainly use protocol called as RMECR protocol for routing. This RMECR is an energy efficient protocol and is aware of energy of all node in the network. Studies clear that RMECR is able to find energy-efficient and secure routes similar to RMER, while also continuous the operational lifetime of the network. Here we consider some number of nodes in a wireless network within certain range calculated using the formula
After this all the nodes within the range will calculate its neighbor nodes and stores this information in a table called as  neighbor table. The nodes use this data to send the data to the suitable neighbors. As every node is associated with same amount of energy and using we associate every node with certain amount of cost value using Dijkstras algorithm.
Usually to send the information the destination node gives the sender node the shortest path possible to reach the destination. The problem with this technique is that the shortest path nodes may not have sufficient energy to receive and transfer information so we use energy efficient routing, which takes into consideration the bulk of energy remaining in each node.
In this type of routing before sending data to the nodes it takes into consideration the bulk of energy remaining on every node called as residual energy.
Before sending the information the nodes always consider the bulk of energy remaining in every node, if and only if the nodes have sufficient energy to transfer the information to other nodes, if the path has node which doesn't have sufficient energy to relay the packets then it finds an intermediate path immediately and sends the information through this path. This may take a longer path, but efficiency increases as there is very less amount of risk of break in the communication due to less energy of nodes.
Like this an efficient routing reduces the cost of communication as this routing also calculate in the cost of nodes. So cost of communication also increases with the prolonged network lifetime and reliability of nodes in the work. Suitable techniques such as RSA are also used for encryption and decryption of the message that is to be transferred. Like this the message is transferred with reduced cost and efficiently depending on energy of nodes. This type of routing thereby increases reliability of all node increases and thereby raise the network lifetime of these mobile devices operating on the network.
The system model of our research work is depicted in the Fig. 3.1 . This model has been simulated in an event driven network simulator NS2. The results are drawn with the trace file and are validated with different source and destination. As seen in the above (Fig 4.1.) end to end delay increases when the network is increases size that is as overhead increases end to end delay also increases but end to end delay is less compared to other routing. Energy efficient routing was increase the Packet Delivery Ratio (PDR) (Fig 4.2) . The number of packets received increases drastically by using energy efficient routing as there are no break in the path and no need for retransmission of packets.
A. Simple Energy Efficient Model
In comparative table (Table 1) gives performance ratio on different value of factors in WSN by analyzing this we understand the environment and decide the enhancement on energy efficient routing. Choose that node for the routing path 7.Start sending packets.
8.Encryption at the sender side.
9.Transmission in a efficient way.
10.Decryption at the receiver side.
End
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The above Fig 4.3 shows packet delivery ratio is almost tending to unity but as the packet size increases PDR decreases somewhat as shown in the GNUPLOT. Throughput increases by using RMECR protocol (Fig 4.3) . Throughput is very important factor in case of WSN. If the throughput is good only when we can get efficient communication. As energy efficiency is one of the most important research topic that is going on in the wireless sensor network. The concept of transmission of energy based on residual energy of the nodes using energy efficient protocols can increase the network lifetime and reliability of all nodes in wireless sensor network. We assert that life time of a node is directly proportional to the overhead of a packets in the nodes. We can adopt this in tactical networks, forest fire detection, agriculture based applications of variety WSN application. RMECR outperforms RMER by considering both optimal cost and residual energy as an important factor in Wireless sensor network.
Further we are intended to enhance the performance of the energy efficient routing protocol by using cluster based routing in WSN.
