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Subscription Information 
The Journal of Digital Forensics, Security and Law (JDFSL) is a publication of 
the Association of Digital Forensics, Security and Law (ADFSL). The Journal 
is published on a non-profit basis. In the spirit of the JDFSL mission, 
individual subscriptions are discounted. However, we do encourage you to 
recommend the journal to your library for wider dissemination.  
The journal is published in both print and electronic form under the following 
ISSN's: 
ISSN: 1558-7215 (print) 
ISSN: 1558-7223 (online) 
Subscription rates for the journal are as follows: 
Institutional - Print & Online: $395 (4 issues) 
Institutional - Online only: $295 (4 issues) 
Individual - Print & Online: $80 (4 issues) 
Individual - Online only: $25 (4 issues) 
Subscription requests may be made to the ADFSL. 
The offices of the Association of Digital Forensics, Security and Law 
(ADFSL) are at the following address: 
Association of Digital Forensics, Security and Law 
1642 Horsepen Hills Road 
Maidens, Virginia 23102 
Tel: 804-402-9239 
Fax: 804-680-3038 
E-mail: editor@jdfsl.org 
Website: http://www.adfsl.org  
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Announcements and Upcoming Events 
e-Forensics 2009 Conference and  
International Workshop on e-Forensics Law 
Adelaide, South Australia, January 19-21 2009 
 
e-FORENSICS 2009 
GENERAL CHAIR 
Matthew Sorell 
University of 
Adelaide, Australia 
matthew.sorell@adela
ide.edu.au 
INTERNATIONAL 
e-FORENSICS 
LAW WORKSHOP 
CHAIR 
Nigel Wilson 
Bar Chambers, 
Adelaide, South 
Australia 
nigel.wilson@barcha
mbers.com.au 
Please contact 
Matthew or Nigel 
directly if you have 
any specific queries 
regarding the 
Conference. 
e-Forensics 2009 is the Second International Conference on Forensic 
Applications and Techniques in Telecommunications, Information and 
Multimedia and will be held in Adelaide, South Australia, from 
January 19-21, 2009 at the National Wine Centre.  E-Forensics 2009 
will include: 
• an International Technical Program of current issues in e-Forensics 
• an International Workshop on e-Forensics Law 
• an International commercial exhibition and expo 
• a conference dinner at the National Wine Centre, social events and 
tours of Kangaroo Island and one of South Australia’s wine regions 
For further details regarding the conference and the First Calls for Papers 
for the Technical Program and the International e-Forensics Law 
Workshop see: http://www.e-Forensics.eu 
2009 Conference on Digital Forensics, Security and Law 
 
Vermont USA  
May 20-22, 2009 
 
The ADFSL 2009 Conference on Digital Forensics, Security and Law  
will be held in Vermont, May 20-22, 2009. 
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