A framework of information technology governance controls in acute healthcare by Thatcher, Malcolm P.
  
 
 
 
A framework of information technology  
governance controls in acute healthcare 
 
by 
Malcolm P. Thatcher 
BAppSc(Comp), BSc(Hons), MAppSc(Comp) 
 
 
A thesis submitted in fulfilment of the requirements for the degree of  
Doctor of Philosophy 
 
Information Systems Discipline 
Faculty of Science and Engineering 
Queensland University of Technology 
Brisbane, Australia 
 
 
2016 
 
 
© Copyright 2016 Malcolm P. Thatcher. All Rights Reserved. 
  
   
  
 
 
 
 
 
 
 
 
Dedicated to my mother, Joanne Thatcher who departed 
this world 28 November 1995. Thanks mum for always 
encouraging me – this floppy hat is for you. 
 
 
 
 
 
 
 
 
 
  
  
 A framework of Information Technology ii 
Governance Controls in Acute Healthcare 
 
 
 
KEYWORDS 
Acute Healthcare, Hospitals, Information Technology (IT), IT Governance, ISO-IEC 
38500, COBIT 5, IT Adoption, IT Value, IT Benefits Realisation, Electronic Medical 
Record, Electronic Health Record, Clinical IT Systems, Survey, Delphi Study, 
Organisational Theory, Institutional Theory, Sensemaking Theory, Technology 
Acceptance Model, Diffusion of Innovation Theory. 
 
 
 
 
 
 
 
“The natural desire of good men is knowledge." 
                                          Leonardo da Vinci 
 
 
 
  
 iii A framework of Information Technology 
 Governance Controls in Acute Healthcare 
 
Thesis Title 
A Framework of Information Technology  
Governance Controls in Acute Healthcare 
Abstract 
Information technology (IT) pervades nearly every aspect of human endeavour, 
yet healthcare would appear to be a sector that is yet to fully adopt information 
technology for the delivery of clinical care to patients.  The Governance of IT 
provides a framework that can enhance the quality of IT adoption within 
organizations. Extant literature asserts that the effective design of IT governance is 
dependent on organisational factors and the acute healthcare sector has a specific set 
of factors that impact IT Governance. This thesis establishes a framework of IT 
Governance controls for acute healthcare that effectively address these sector-
specific organisational factors.  
The primary research question for this thesis is What IT Governance Controls 
enhance IT Adoption within the Australian Acute Healthcare Sector? supported by 
two sub-questions: What is the Extent of IT Adoption within the Acute Healthcare 
Sector in Australia and What are the Factors Determining IT Adoption Risk within 
the Australian Acute Healthcare Sector? 
The research explored theories supporting organisational decision-making and 
organisation behaviour, focusing on clinician behaviour associated with clinical 
systems implementation. A model of IT adoption factors in acute healthcare was 
constructed based on an abstracted, 3-stage IT adoption life-cycle and the theories 
that apply to each stage of the life-cycle: 1) Institutional Theory and its influence on 
the decision to invest in an IT solution; Sensemaking Theory and its influence on 
clinicians’ implementation of IT solutions; and 3) Diffusion of Innovation Theory and 
its influence on the broad adoption of the IT solution and benefits realisation. 
The research then utilised a four-round Delphi study to solicit knowledge from 
a panel of Australian acute healthcare Chief Information Officers. The objective of 
the Delphi study was to arrive at a consensus among participants on the factors 
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affecting IT adoption and the IT governance controls needed to address 
organisational risk inherent in those IT adoption factors. 
In response to the primary research question, the thesis presents 25 IT 
governance controls for the acute healthcare sector, aligned to AS/NZS ISO/IEC 
38500:2010 – Corporate governance of information technology (Standards-Australia, 
2010). Based on consensus of opinion from the expert panel of healthcare CIOs, the 
top five IT governance controls are: IT Strategic Plan; IT Governance Committee; 
Business Case for IT Investment; Project Steering Committees; and, Risk 
Management. 
In response to the first research sub-question, the research supports the 
literature’s assertions that IT adoption in the Australian acute healthcare sector is 
low. These low levels of IT adoption, within clinical care, support the need for a 
robust IT governance framework to ensure that increases in IT adoption are risk-
managed. 
In response to the second research sub-question, based on the theory-based 
model of IT adoption factors posited and the results from the round one Delphi 
survey, a comprehensive set of IT adoption factors specific to acute healthcare were 
identified. The Delphi survey respondents identified the following factors as being 
the strongest drivers of IT adoption: internal pressure to improve efficiency and 
reduce cost of healthcare; and, external pressure associated with increasing demand 
for services. The survey respondents identified the following factors as being the 
strongest barriers to IT adoption: immature IT solutions available from vendors; lack 
of IT knowledge by business/clinical managers; physician resistance; inability of 
vendors to expertly implement their solutions; and, inadequate capital. 
Included in the results of this study are 17 implications for research and 24 
implications for practice. Within the implications for research, four themes emerged: 
further exploration of the posited theory-based model of IT adoption factors; further 
research into the IT adoption factors identified; further research into the proposed IT 
governance controls; and finally, further research into IT literacy skills for Board 
Directors. Within the implications for practice, the 24 recommendations were 
grouped according to the six IT governance principles found in AS/NZS ISO/IEC 
38500:2010.  
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Chapter 1: Introduction to Research 
“To know, is to know that you know nothing.  
That is the meaning of true knowledge.” 
 Socrates 
 
The purpose of this chapter is to introduce the research including the problem 
being addressed, the motivation for the research and the research method chosen. 
The first section of this chapter discusses the motivation for this research, which is 
then followed by a definition of the primary research question and two secondary 
research sub-questions. The next section provides additional research context in 
relation to existing research. This is followed by an introduction to the research 
method selected for this research. The next sections discuss the significance of the 
research and its contribution to knowledge. The final section of this chapter outlines 
the structure of this thesis.  
Research Motivation 
Healthcare consumes considerable resources amongst OECD countries 
Anderson, Frogner, Johns, and Reinhardt (2006). In excess of nine percent of 
Australia’s gross domestic product (GDP) is expended on healthcare (Australian 
Government Productivity Commission, 2009). In the United States of America (US), 
healthcare consumes more than seventeen percent of GDP and that is expected to 
increase to greater than twenty percent of GDP by the year 2018 (Sisko et al., 2009). 
This growth in healthcare spending, which is faster than the annual growth in GDP, 
is unsustainable (Emanuel et al., 2012).  
In addition to the affordability debate in healthcare, healthcare services, and 
especially the delivery of acute healthcare services, is fundamentally unsafe. A 
landmark report delivered by the US Institute of Medicine, estimated that up to 
98,000 deaths occurred annually in US hospitals from medical error (Kohn, 
Corrigan, & Donaldson, 2000). A decade later, in 2010, a follow-up retrospective 
study of a stratified random sample of 10 hospitals in North Carolina concluded that 
harm in US hospitals remains common with 25% of hospital admissions resulting in 
some form of patient harm (Landrigan et al., 2010). The study concluded that there 
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was little evidence of improvement in patient safety since the Institute of Medicine 
report. 
The adoption of information technology (IT) in healthcare is seen as a solution 
to improving the efficiency and quality of healthcare delivery (Chaudhry, 2006; 
Kuperman & Gibson, 2003; McCullough, Casey, Moscovice, & Prasad, 2010), yet IT 
adoption in healthcare is relatively low (Jha et al., 2009). IT Governance is 
recognised as providing a decision-making and accountability framework that can 
enhance the adoption of IT within organisations (Ross & Weill, 2004). This 
enhancement of IT adoption, referred to by Ross & Weill, is focussed on 
encouraging desirable behaviours in the use of IT within organisations that ultimately 
lead to better alignment of IT with organisational objectives and better quality 
outcomes from IT investments (Turel & Bart, 2010).  
The purpose of this research is to address an IT governance framework 
consisting of specific controls that will enhance IT adoption in healthcare by 
minimising risks and improving the quality of business/clinical outcomes associated 
with IT system implementations. The ultimate motivation for this research is that by 
enhancing IT adoption in acute healthcare, this will then contribute to improving the 
efficiency, safety and quality of clinical care. 
Research Questions 
The primary research question is: 
What IT Governance Controls enhance IT Adoption within the 
Australian Acute Healthcare Sector? 
The acute healthcare sector (also known as the acute care sector) is defined by 
the World Health Organisation (WHO) (2009a) as “hospitals with an average length 
of stay of thirty days or less”.  According to the WHO (2009b), hospitals are defined 
as a “Residential establishment equipped with inpatient facilities for 24-hour medical 
and nursing care, diagnosis, treatment and rehabilitation of the sick and injured, 
usually for both medical and surgical conditions, and staffed with at least one 
physician. The hospital may also provide outpatient services”. 
For the purposes of this research, when discussing IT adoption in the acute care 
setting, the focus is specifically on the adoption of IT in clinical practice as distinct 
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from the adoption of IT for the management of typical business functions associated 
with finances, human resources and physical assets. 
In support of the above primary research question, this research also attends to 
two important sub-questions that are significant contributors to the primary research 
question. 
The first of these sub-questions is: 
What is the Extent of IT Adoption within the Acute 
Healthcare Sector in Australia? 
 Should it be determined that IT adoption in acute healthcare can be increased, 
then based on the assertion by Ross and Weill (2004) that IT governance enhances 
(improves the quality of) IT adoption, answering this research sub-question will 
assist in corroborating the motivation for and importance of this research as the acute 
healthcare sector moves to increase its use of IT.  
The second sub-question is: 
What are the Factors Determining IT Adoption Risk 
within the Australian Acute Healthcare Sector? 
Understanding these factors, which include both the Drivers of adoption and 
the Barriers to adoption, will inform the design of the IT governance controls that 
are the subject of the primary research question. In doing so, the IT governance 
controls should address the inherent business risk created by these drivers of, and 
barriers to, IT adoption in acute healthcare. 
By answering these three research questions, it is the aim of this doctoral thesis 
to establish that a specific IT governance approach is required to enhance IT 
adoption for the acute healthcare sector. It is the intent of this research to argue that 
1) IT governance design is dependent on organisational factors; and 2) the acute 
healthcare sector has a unique set of organisational factors that impact IT 
governance. By exploring these sector-specific organisational factors, this research 
intends to construct an IT governance framework of specific controls that may 
enhance IT adoption in acute care delivery.  
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Research Context 
While significant research exists on the topic of IT governance (Brown & 
Grant, 2005), the literature search has revealed relatively little scholarly endeavour 
on the topic of IT governance in acute healthcare (Bradley et al., 2012). The little 
research that does exist tends to focus on reporting structures of IT governance in 
healthcare (Smaltz, Carpenter, & Saltz, 2007) and there has been little research that 
attempts to argue the importance of IT governance to improving the adoption of IT 
within acute healthcare (Bradley et al., 2012). Also from the literature review, there 
would appear to be significant research into the value of IT in clinical care delivery 
(McCullough et al., 2010) and the barriers to IT adoption in healthcare (Lin, Lin, & 
Roan, 2012), yet little research that links the importance of IT governance to 
maximising this value and addressing the inherent risks that these barriers represent 
(Bradley et al., 2012). 
In defining a framework of IT governance controls for acute healthcare, it is 
the intention of this research to draw upon and extend existing IT governance 
frameworks such as COBIT (ISACA, 2012) and the Australian and international 
standards on IT governance (Standards-Australia, 2010). Utilising these existing 
frameworks allows the research to focus on the IT adoption factors and the IT 
governance controls that are specific to acute healthcare. It is however recognised 
that by adopting an existing standard as a basis for addressing the primary research 
question, this somewhat constrains both the epistemological and ontological 
objectives of research. For this research however, the primary research question 
seeks to establish a set of IT governance controls that will enhance IT adoption in 
acute healthcare. Utilising an internationally accepted set of IT governance principles 
has allowed this research to focus on the essence of the primary research question, 
which the established standards do not address. 
Research Method 
This research has chosen the Delphi Method as a means to obtaining consensus 
from a panel of health IT experts on the IT governance controls that are required to 
improve IT adoption within acute healthcare. 
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This Delphi study involved four survey rounds, the first round collected broad 
information about the healthcare organisation including significant datasets relating 
to organisational size and scope of operations, financial and human resourcing 
information, IT governance arrangements, drivers of IT adoption, barriers to IT 
adoption and details of existing and planned IT systems. Data on drivers of IT 
adoption and barriers to IT adoption are then used to assist in the construction of the 
preliminary set of IT governance controls that are the focus of the next three survey 
rounds. 
The Round Two survey asked respondents to rate each proposed IT governance 
control using a 5-point Likert scale. Respondents were also provided the opportunity 
to suggest any additional IT governance controls not present in the preliminary set. 
The Round Three survey presented respondents with the results from the 
Round Two survey and asked respondents to then rank the list of IT governance 
controls in order of importance. 
The Round Four survey presented respondents with the results from the Round 
Three survey and asked respondents to indicate what impact the Delphi study has had 
on their organisation’s implementation of each IT governance control. 
Significance of Research and its Contribution to Knowledge 
This research makes the following significant contributions to IT governance in 
healthcare literature: 
1) The first contribution from this research is the review of literature 
regarding IT governance in acute healthcare. It is clear that while there is 
significant literature regarding IT governance and its forms, there is a 
paucity of literature regarding IT governance in healthcare and the 
significance of internal and external factors on IT investment decision-
making. 
2) The second contribution is the first-time positing of a theory-based model 
for determining IT adoption factors that impact the IT investment lifecycle 
within acute healthcare organisations. This contribution to research is two-
fold: 1) the proposed model can be further explored to identify additional 
IT adoption factors in acute healthcare that are significant from an IT 
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governance perspective; and 2) the constructed theory-based model can be 
further explored to determine the applicability of such a model to IT 
governance in general, that is independent of sector or industry. 
3) The third contribution is a set of empirically sourced IT adoption factors 
which impact the acute healthcare sector. These internal and external 
factors were sourced initially from the literature and then confirmed during 
this study. 
4) The fourth contribution is the construction of an empirically sourced set of 
25 IT governance controls for the acute healthcare sector, aligned to 
AS/NZS ISO/IEC 38500:2010. This is the first study to present a 
comprehensive set of IT governance controls specific to acute healthcare. 
5) The fifth and final significant contribution to research is an empirical 
assessment of IT adoption levels in Australian private hospitals, including 
both clinical and non-clinical IT systems. 
In total, this study proposes 17 implications for research, which are discussed 
in Chapter 7 and summarised in Chapter 8. 
In addition to the 17 implications for research, based on the 25 IT governance 
controls presented, this study also proposes 24 implications for practice in the form 
of recommendations to acute healthcare CIOs, which are discussed in Chapter 7 and 
summarised in Chapter 8. 
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Structure of this Thesis 
This thesis comprises the following Chapters: 
Chapter 1: Introduction to Research – Introduces the research questions and 
objectives as well as the motivation for the research. It introduces an overview of the 
research method that has been utilised for this research and summarises the 
contributions this research makes to the IT Governance body of knowledge. 
Chapter 2: Literature Review – Begins by discussing the approach to the 
literature review, which is based on a series of cognitive building blocks that 
contribute to the answering of the primary research question. Consequently, the 
literature review is structured into 5 sections: 1) The extent of IT adoption in acute 
healthcare; 2) The barriers to IT adoption in acute healthcare; 3) The drivers of IT 
adoption in acute healthcare; 4) General approaches to IT governance; and 5) IT 
governance in acute healthcare. 
Chapter 3: Theory – delivers a discourse on the theoretical support for 
addressing the primary and secondary research questions. It gives recognition to the 
complexity of acute healthcare organisations and the complex adaptive environment 
in which IT investment decisions are made. This chapter discusses four theories, the 
latter three of which are used to construct a model for determining IT adoption 
factors in acute healthcare: 1) Organisational Theory; 2) Institutional Theory; 3) 
Sensemaking Theory; and 4) Diffusion of Innovation Theory. The model uses this 
theoretical scaffolding to construct a list of drivers of, and barriers to, IT adoption in 
acute healthcare supported by the literature. 
Chapter 4: Research Design & Methods – provides a detailed description of 
the Delphi Method that has been used by this research and its appropriateness to the 
research questions. It then provides a detailed description of the multiple stages of 
this research, which involved four survey rounds.  
Chapter 5: Round One Survey Results – presents detailed data from the 
Round One survey, including preliminary observations. The Round One survey 
collected significant datasets relating to organisational size and scope of operations, 
financial and human resourcing information, IT governance arrangements, drivers of 
IT adoption, barriers to IT adoption and details of existing and planned IT systems. 
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Chapter 6: Rounds Two, Three and Four Survey Results – presents 
detailed data from the Round Two, Three and Four surveys, including preliminary 
observations. These three survey rounds focussed on consensus building of the IT 
governance controls which are the subject of the primary research question. 
Chapter 7: Discussion – presents a detailed discussion of each of the IT 
governance controls determined by this research as being important to the acute 
healthcare sector. Included in this chapter are 17 implications for research plus 24 
implications for practice in the form of recommendations for consideration by 
healthcare CIOs. This chapter also discusses the impact this study had on survey 
participants, given the consensus-building nature of the Delphi Study method. 
Chapter 8: Summary and Conclusions – summarises and concludes the 
thesis, including a summary of findings and implications for research and practice. 
Appendices – Appendices A through D provide samples of each of the survey 
rounds. 
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Chapter 2: Literature Review 
“I am a story-teller, and I look to academic research... 
for ways of augmenting story-telling.” 
 Malcolm Gladwell 
Introduction 
The previous chapter introduced this research and its motivations. To 
understand the approach that has been taken to the literature review, let us first 
consider the cognitive structure associated with the epistemology of this research. 
This research is principally based on positivism – the positing of beliefs which are 
then scrutinized through empirical testing (Hirschheim, 1985).  Burrell and Morgan 
(1979) further describe positivism as an epistemology which seeks to “explain and 
predict what happens in the social world by searching for regularities and causal 
relationships between its constituent elements”. 
This research seeks to develop a cognitive structure based on a series of causal 
relationships associated with IT governance in acute healthcare. Piaget (1977) argues 
that “knowledge proceeds neither from experience with external objects nor from 
intuitive or logical internal processes, but that it develops from a series of cognitive 
structures, built one above the other, requiring continuous adjustment and leading to 
further constructions”. The cognitive structure encapsulated in this research relates 
to: 
a) causal relationships associated with the drivers of IT adoption that are so 
often the subject of strategic plans and business cases for IT investment; 
b) causal relationships associated with the barriers or perceived risks to IT 
adoption, which organisations seek to mitigate by implementing specific IT 
governance controls; and 
c) the application of existing IT governance frameworks and existing IT 
governance principles to address the above drivers of and barriers to IT 
adoption in acute healthcare. 
 
The purpose of this literature review is to identify the relevant elements of this 
cognitive structure as well as establish the legitimacy of this research. Elements of 
this literature review were originally published in Thatcher (2013).  
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This literature review is structured to support the primary and secondary 
research questions as illustrated in Figure 2.1 below. 
Figure 2.1 - Structure of Literature Review 
 
 The topics to be addressed in this literature are further described in Table 2.1 
below. 
Table 2.1 - Literature Review Topics 
Topic Objective 
The extent of IT adoption in 
acute healthcare 
To review literature regarding IT adoption in acute healthcare 
which will in turn establish the need for improved IT adoption in 
acute healthcare and hence support the legitimacy of this research. 
The barriers to IT adoption 
in acute healthcare 
To review literature that identifies barriers to IT adoption in acute 
healthcare – this will then inform the IT governance controls that 
are the principal focus of this research.  
The drivers of IT adoption in 
acute healthcare 
To review literature that identifies drivers of IT adoption in acute 
healthcare – this will then also inform the IT governance controls 
that are the principal focus of this research.  
General approaches to IT 
governance 
To review literature that describes IT governance and its forms as 
well as to review established IT governance frameworks that could 
form the basis of the IT governance controls that are the principal 
focus of this research. 
IT governance in acute 
healthcare 
To review literature that addresses current IT governance within 
the acute healthcare sector. 
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The Extent of IT Adoption in Acute Healthcare 
Clinical IT adoption in acute healthcare settings can take on many forms, from 
a single, integrated clinical information system incorporating decision support and 
complex workflows through to stand-alone, but hopefully interoperable, clinical 
systems targeting specific specialties and sub-specialties such as emergency 
medicine, the many forms of surgery, pathology, radiology, oncology, cardiology 
and obstetrics (Chaudhry, 2006). 
Single, integrated clinical information systems that provide for structured 
electronic documentation of clinical encounters are commonly referred to as 
Electronic Medical Records (EMRs). EMRs are the electronic equivalent of “a 
digital version of the patient chart in a doctor’s office” (Woo & Pfeffer, 2013, p. 1). 
The adoption of IT in clinical practice is commonly encapsulated in the terms 
Electronic Medical Record (EMR) and Electronic Health Record (EHR). Although 
used interchangeably, there are notable differences between the two terms as 
described by Garets and Davis (2005, p. 2):  
 An Electronic Medical Record is “an application environment composed of 
the clinical data repository, clinical decision support, controlled medical 
vocabulary, order entry, computerized provider order entry, pharmacy, and 
clinical documentation applications. This environment supports the 
patient’s electronic medical record across inpatient and outpatient 
environments, and is used by healthcare practitioners to document, monitor, 
and manage health care delivery”.  
 An Electronic Health Record is “a subset of each care delivery 
organization’s EMR, presently assumed to be summaries like ASTM’s 
(American Society for Testing and Materials) Continuity of Care Record 
(CCR) or HL7’s Continuity of Care Document (CCD), is owned by the 
patient and has patient input and access that spans episodes of care across 
multiple CDOs (Care Delivery Organisations) within a community, region, 
or state”. 
 
In a study by Jha, Doolan, Grandt, Scott, and Bates (2008), the research 
concluded that there is very little high-quality, reliable data on Electronic Health 
Record use in acute care settings amongst the seven nations involved in the study - 
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Australia, Canada, Germany, Netherlands, New Zealand, United Kingdom and  the 
United States of America.  
In searching the literature for EMR adoption rates in healthcare it soon became 
evident that the majority of scholarly literature focuses on EMR adoption rates in 
hospitals in the US.  
US Hospital Electronic Medical Record Adoption Rates 
According to the US Centres for Medicare and Medicaid Services (2013), the 
US has the highest per capita spend on healthcare in the world at US$9,255 per 
person, which represents 17.4% of Gross Domestic Product (GDP). With such a 
large commitment to healthcare spending, one might draw the conclusion that the US 
would also have the highest spend on health IT. A study by Anderson et al. (2006), 
compared health IT spending in OECD countries and found that US spending on 
health IT was the lowest of OECD countries reviewed – refer to Table 2.2. 
 
Table 2.2 - Per Capita Spending by OECD Countries on Health IT from Anderson et al. (2006) 
Country Per Capita Spend on 
Healthcare (US$) 
Per Capita Spend on 
Health IT (US$) 
Percentage of Total 
Healthcare Spend on IT 
United States of America $5,635 $0.43 0.008 
Australia $2,699 $4.93 0.183 
Norway $3,807 $11.43 0.300 
Germany $2,996 $21.20 0.708 
Canada $3,003 $31.85 1.061 
United Kingdom $2,231 $192.79
1
 8.641 
 
  
                                                 
1
 The United Kingdom figure includes funding for the national programme for IT which directly funded the 
implementation of IT within UK hospitals. 
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A significant study into US hospital EMR adoption rates was conducted by Jha 
et al. (2009) which surveyed 4,832 US hospitals about Electronic Health Record 
adoption rates. Based on a response rate of 63.1%, the key adoption rates were 
reported as follows: 
 Of the 3,049 respondents, only 1.5% of hospitals have a comprehensive 
electronic records system present in all clinical units; 
 An additional 7.6% have a basic system, which is present in at least one 
clinical unit; 
 12% of hospitals had instituted electronic physician notes; 
 17% of hospitals have computerised physician order entry for medications; 
and 
 75% have electronic laboratory and radiology reporting systems. 
 
The research found that hospitals which are more likely to have an electronic 
records system include: large institutions (>400 beds); major teaching hospitals; 
hospitals that are part of a larger hospital system or group; and hospitals located in 
urban areas. 
Since these studies by Anderson et al. (2006) and Jha et al. (2009), the US 
government announced $36 billion in health IT spending as part of the American 
Reinvestment and Recovery Act of 2009 (Blumenthal, 2010). This funding 
commitment catapults US spending on health IT to in excess of $110 per capita. This 
significant injection of incentive funding to support the implementation of EMRs 
would result in their significant uptake of EMRs (Blumenthal, 2010).  
HIMSS Analytics, a US-based health IT research company, maintains a 
comprehensive database of EMR adoption rates within the US (HIMSS Analytics, 
2015). The HIMSS Analytics database uses a seven-stage model to assess EMR 
adoption levels, where Stage 0 indicates not even the basic laboratory, radiology and 
pharmacy information systems are installed, all the way through to Stage 7 where the 
entire medical record is electronic and clinical workflow is supported by 
comprehensive clinical decision support – refer to Table 2.3 below (HIMSS 
Analytics, 2015). 
  
 15 Chapter 2: Literature Review  
 
Table 2.3 - EMR Adoption Model Stage Definitions from HIMSS Analytics (2015) 
Stage Cumulative Capabilities 
0 The organization has not installed all of the three key ancillary department systems 
(laboratory, pharmacy, and radiology). 
1 All three major ancillary clinical systems are installed (i.e., pharmacy, laboratory, and 
radiology). 
2 Major ancillary clinical systems feed data to a clinical data repository (CDR) that provides 
physician access for reviewing all orders and results. The CDR contains a controlled medical 
vocabulary, and the clinical decision support/rules engine (CDS) for rudimentary conflict 
checking. Information from document imaging systems may be linked to the CDR at this 
stage. The hospital may be health information exchange (HIE) capable at this stage and can 
share whatever information it has in the CDR with other patient care stakeholders. 
3 Nursing/clinical documentation (e.g. vital signs, flow sheets, nursing notes, eMAR) is required 
and is implemented and integrated with the CDR for at least one inpatient service in the 
hospital; care plan charting is scored with extra points. The Electronic Medication 
Administration Record application (eMAR) is implemented. The first level of clinical decision 
support is implemented to conduct error checking with order entry (i.e., drug/drug, drug/ 
food, drug/lab conflict checking normally found in the pharmacy information system). 
Medical image access from picture archive and communication systems (PACS) is available 
for access by physicians outside the Radiology department via the organization’s intranet.  
4 Computerized Practitioner Order Entry (CPOE) for use by any clinician licensed to create 
orders is added to the nursing and CDR environment along with the second level of clinical 
decision support capabilities related to evidence based medicine protocols. If one inpatient 
service area has implemented CPOE with physicians entering orders and completed the 
previous stages, then this stage has been achieved. 
5 A full complement of radiology PACS systems provides medical images to physicians via an 
intranet and displaces all film-based images. Cardiology PACS and document imaging are 
scored with extra points. 
6 Full physician documentation with structured templates and discrete data is implemented 
for at least one inpatient care service area for progress notes, consult notes, discharge 
summaries or problem list & diagnosis list maintenance. Level three of clinical decision 
support provides guidance for all clinician activities related to protocols and outcomes in the 
form of variance and compliance alerts. The closed loop medication administration with bar 
coded unit dose medications environment is fully implemented. The eMAR and bar coding or 
other auto identification technology, such as radio frequency identification (RFID), are 
implemented and integrated with CPOE and pharmacy to maximize point of care patient 
safety processes for medication administration. The “five rights” of medication 
administration are verified at the bedside with scanning of the bar code on the unit does 
medication and the patient ID. 
7 The hospital no longer uses paper charts to deliver and manage patient care and has a 
mixture of discrete data, document images, and medical images within its EMR environment. 
Data warehousing is being used to analyse patterns of clinical data to improve quality of 
care, patient safety, and care delivery efficiency. Clinical information can be readily shared 
via standardized electronic transactions with all entities that are authorized to treat the 
patient, or a health information exchange (i.e., other non-associated hospitals, ambulatory 
clinics, sub-acute environments, employers, payers and patients in a data sharing 
environment). The hospital demonstrates summary data continuity for all hospital services 
(e.g., inpatient, outpatient, ED, and with any owned or managed ambulatory clinics). Blood 
products and human milk are included in the closed-loop medication administration process. 
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According to HIMSS Analytics' most recent data (HIMSS Analytics, 2015), 
only 27.3% of the 5,464 hospitals in their database are at Stage 6 or Stage 7 – refer to 
Table 2.4 below. Stage 6 is significant in that it denotes the stage where all physician 
documentation is electronic. 
Table 2.4 - 2015 US EMR Adoption Rates from HIMSS Analytics (2015) 
Stage 2015 Q1 Cumulative 2015 Q2 Cumulative 
7 3.7% 3.7% 3.7% 3.7% 
6 22.2% 25.9% 23.6% 27.3% 
5 30.8% 56.7% 32.3% 59.6% 
4 13.6% 70.3% 13.2% 72.8% 
3 19.7% 90.0% 18.2% 91.0% 
2 4.3% 94.3% 3.6% 94.6% 
1 2.2% 96.5% 1.9% 96.5% 
0 3.5% 100% 3.3% 99.8% 
 N=5,462  N=5,464  
 
Looking at HIMSS Analytics data from 2010 (refer to Table 2.5 below), when 
the incentive funding for EMR adoption was announced, we see that just 4.2% of US 
Hospitals were at EMR Adoption Model Stage 6 or Stage 7. This growth of Level 6 
hospitals from 4.2% in 2010 to 27.3% in mid-2015 supports Blumenthal’s (2010) 
prediction of EMR uptake. 
Table 2.5 - 2010 US EMR Adoption Rates from HIMSS Analytics (2015) 
Stage 2010 Q3 Cumulative 2010 Final Cumulative 
7 1.0% 1.0% 1.0% 1.0% 
6 2.8% 3.8% 3.2% 4.2% 
5 3.7% 7.5% 4.5% 8.7% 
4 10.3% 17.8% 10.5% 19.2% 
3 49.7% 67.5% 49.0% 68.2% 
2 15.4% 82.9% 14.6% 82.8% 
1 6.7% 89.6% 7.1% 89.9% 
0 10.4% 100% 10.1% 100% 
 N=5,233  N=5,281  
 
DesRoches et al. (2013) posits that significant growth in EMR adoption 
occurred in 2010-11, which was the first year of the US$36 billion of funding 
incentives, when “the proportion of US hospitals with basic EHR (EMR) systems 
nearly doubled”. 
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HIMSS Analytics has also published EMR Adoption Model data for the Asia 
Pacific Region which includes Australia. 2014 data for Asia Pacific can be found in 
Table 2.6 below. 
From this data we see that in 2014, only 12.7% of participating hospitals were 
at Stage 4 (or better) of the Asia Pacific EMR Adoption Model. Stage 4 of the EMR 
Adoption Model is significant as it is the point at which physicians must use a 
computer as part of their clinical workflow. Additional data from HIMSS Analytics 
shows that in Australia in 2013, just 4.4% of participating hospitals were at Stage 4 
(or better) of the Asia Pacific EMR Adoption Model. 
Table 2.6 - Asia Pacific EMR Adoption Rates 2014 from HIMSS Analytics 
 
Summary of the Extent of IT Adoption in Acute Healthcare 
Data from Anderson et al. (2006) and Jha et al. (2009) is supported by HIMSS 
Analytics (2015) which confirms that IT adoption in healthcare is still low. In the US 
the latest data shows only 27.3% of US hospitals have comprehensive EMRs. 
In Australia however the research and the data is much less comprehensive. 
HIMSS Analytics data shows no Australian hospital at Stage 6 in 2014, however it 
should be noted that less than 20% of Australian hospitals are included in the HIMSS 
Analytics database (HIMSS Analytics, 2015). This paucity of data that exists for 
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Australia suggests relatively low EMR adoption rates, in which case one could argue 
there is significant potential to improve these rates. 
This review of literature regarding IT adoption in acute healthcare has 
established that IT adoption rates are generally low, although the US has seen a 
significant increase in IT adoption in healthcare as a result of incentive funding 
(Blumenthal, 2010). Based on the assertion by Ross and Weill (2004) that IT 
governance enhances IT adoption, then the need for this research into a framework of 
IT governance controls for acute healthcare would appear to be supported. 
Given that little research exists into IT adoption in Australia, this research has 
included IT adoption as part of its data collection so as to a) contribute to the 
literature on IT adoption in the Australian acute healthcare sector, and b) support the 
need for an effective framework of IT governance controls for acute healthcare to 
enhance IT adoption in acute healthcare.  
In contemplating a specific framework of IT governance controls for IT 
adoption in acute care, it is critical to understand the current barriers to adoption 
together with any others reasons why the acute healthcare sector has not 
enthusiastically embraced IT. These barriers to adoption generally translate to risk of 
acquisition and/or risk of implementation. The IT Governance Controls for acute 
healthcare being contemplated by this research are designed to address these barriers 
/ risks. 
Barriers to IT Adoption in Acute Healthcare 
In the study by Jha et al. (2009) of 3,409 hospitals, the most commonly cited 
barriers to adoption of electronic records systems are listed in Table 2.7 below. 
Table 2.7 - Barriers to Adoption of EMRs from Jha et al. (2009) 
Barrier (Inhibitor) 
Inadequate capital for purchase (74%) 
Concerns about maintenance costs (44%) 
Physician resistance (36%) 
Unclear return on investment (32%) 
Lack of adequate IT expertise (30%) 
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Andersson, Vimarlund, and Timpka (2002) argue that another reason for the 
low IT adoption rate is that IT solutions struggle to support the complex workflows 
that exist in healthcare delivery organisations, which are highly process-oriented. 
The eclectic nature of healthcare organisations and the perceived independence 
of physicians means that major enterprise-wide clinical IT projects cannot be 
implemented by mandate (Smaltz et al., 2005). According to Smaltz et al., successful 
IT projects in healthcare require significant consensus-building if they are to stand 
any chance of success. 
Anderson et al. (2006) argue that investment in health IT is a hard sell because 
the benefits typically accrue to patients and insurers rather than to the healthcare 
providers. According to Bates and Gawande (2003), barriers to IT adoption in 
healthcare include the high cost of implementing IT and the fact that most healthcare 
systems around the world have reimbursement models based on episodes of care 
rather than the quality of outcomes. They also discussed the lack of uniform data 
standards in healthcare that results in significant difficulties in interoperability 
between systems inside and outside the hospital. Bates and Gawande also discuss 
cultural barriers in healthcare and refer to the tendency for clinicians to view IT as 
relatively unimportant for either clinical practice or research. 
After interviewing ten physicians and undertaking a literature review, Sherer 
(2010) determined a number of inhibitors (barriers) to EMR adoption which are 
summarised in Table 2.8 below. 
Table 2.8 - Barriers to Adoption of EMRs from Sherer (2010) 
Type of Concern (Grouping) Inhibitor 
Cost/Benefit Investment cost (software and hardware, training) 
Lack of financial incentives 
Benefits not demonstrated or clear 
Physician Work Practices Productivity loss 
Physician resistance to change 
Perceived incompatibility with work processes 
Limited exposure to similar systems 
Physician threat to autonomy 
Not able to find a system that meets needs 
External Relationships 
(Vendor) 
Concern that system would become obsolete 
Immaturity in the electronic medical/health record software market 
Insufficient support services for practices implementing EHRs (EMRs) 
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In a Delphi study by McGinn et al. (2012) into key concerns (factors)  of 
implementing EHRs in Canada, four participant groups were identified: physicians, 
non-physician healthcare professional, healthcare managers and health information 
professionals. Each participant group was asked a different series of questions about 
the applicability and importance of each concern. The results of the study by McGinn 
et al. (2012) are summarised in Table 2.9 below. 
Table 2.9 - Factors Impacting EMR Implementation in Canada from McGinn et al. (2012) 
Participant Group Factor (Concern) Consensus Level 
Physician Confidence in EHR developer or vendor Strong 
Cost issues (start-up and maintenance) Moderate 
Lack of time and workload (clinical tasks) Moderate 
Cost issues (return on investment) Partial 
Patient and health professional interaction Partial 
Lack of time and workload (EHR use) Partial 
Change in tasks Partial 
Choice of the EHR system Partial 
Design and technical concerns Low (none) 
Privacy and security concerns (patient privacy) Low (none) 
Privacy and security concerns (confidentiality) Low (none) 
Quality standards Low (none) 
Productivity (loss of) Low (none) 
Practice size (small) Low (none) 
Practice size (large) Low (none) 
Physician salary status and reimbursement  Low (none) 
Human resources (IT support, other) Low (none) 
Management Low (none) 
Healthcare Professional 
(non-Physician) 
Perceived usefulness Strong 
Motivation Strong 
Patient and health professional interaction Strong 
Lack of time and workload (professional tasks) Strong 
Lack of time and workload (EHR use) Strong 
Resources available (additional) Strong 
Human resources (IT support, other) Strong 
End-user participation in implementation strategy Strong 
Productivity Moderate 
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Participant Group Factor (Concern) Consensus Level 
Design and technical concerns Partial 
Perceived ease of use Partial 
Privacy and security concerns Partial 
Outcome expectancy Partial 
Management Partial 
Health Information 
Professionals 
Perceived usefulness Strong 
Productivity/efficiency Strong 
Motivation Strong 
Management Strong 
End-user participation in implementation strategy Strong 
Design and technical concerns Moderate 
Perceived ease of use Moderate 
Resources available Moderate 
Human resources (IT support, other) Moderate 
Privacy and security concerns Partial 
Outcome expectancy Partial 
Lack of time and workload (professional tasks) Partial 
Lack of time and workload (EHR use) Partial 
Patient and health professional interaction Low (None) 
Healthcare Managers Interoperability Strong 
Outcome expectancy Strong 
Resources available Moderate 
Training Moderate 
Cost issues Partial 
Human resources (IT support, other) Partial 
Choice of the system Partial 
Privacy and security concerns (security of patient 
information) 
Low (None) 
Privacy and security concerns (patient privacy) Low (None) 
Familiarity, ability with EHR Low (None) 
Lack of time and workload Low (None) 
 
The study asked participants to rate both the applicability and importance of 
each factor using a 5-point Likert scale. A failing of this study however was that the 
participants were not asked about their qualifications or experience and therefore 
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from a Delphi study perspective their level of expertise is unknown. The McGinn et 
al. (2012) study also focussed on predominately resource-related concerns for each 
of the participant groups which are naturally biased towards the impact to the 
participant rather than looking at system-wide impacts. 
In a study by Kazley and Ozcan (2007), which looked at organisational and 
environmental factors that impact on EMRs in US hospitals, the following was 
identified: 
 Hospitals with greater financial resources are more likely to adopt EMRs; 
 Hospitals with a high percentage of public reimbursement are more likely 
to adopt EMRs; 
 Larger hospitals are more likely to adopt EMRs; 
 For-profit hospitals are more likely than public or non-profit hospitals to 
adopt EMRs; 
 As a hospital’s relationship with a system (group) moves along a 
continuum from no affiliation to highly centralised systems, the likelihood 
of EMRs increases; 
 Teaching hospitals are more likely to adopt EMRs; 
 As environmental competition increases, the likelihood of hospital EMR 
adoption increases; 
 Rural hospitals are less likely than urban hospitals to adopt EMRs; 
 Hospitals in environments of more uncertainty are more likely to adopt 
EMRs; and 
 Hospitals in areas of more munificence are more likely to adopt EMRs.  
 
The above factors, which are consistent with findings by Jha et al. (2009), 
speak mostly to available resources to implement EMRs, which given the high cost 
of implementing EMRs, would be an obvious perceived barrier to adoption.  
Summary of the Barriers to IT Adoption in Acute Healthcare 
From the literature reviewed regarding barriers to EMR adoption in healthcare, 
we begin to see a set of common themes that emerge regarding the reasons for low 
EMR adoption rates. These themes include: 
 the cost and complexity of implementing EMRs; 
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 concerns about the return on investment, including a perception that little 
benefit accrues to the healthcare delivery organisation given the current 
episodic-based reimbursement systems; 
 the significant business process redesign effort required;  
 physician resistance to change; and 
 lack of resources, skills and experience to implement systems. 
 
The information derived from the literature review on the perceived barriers to 
IT adoption will provide input to the theory-based model for determining IT adoption 
factors that is the subject of Chapter 3. 
Having considered the barriers to IT adoption within acute healthcare, let us 
now consider the drivers for IT adoption. In particular we shall focus on the value of 
IT adoption in the acute healthcare sector and hence the potential value of improved 
IT adoption rates.  
Drivers of IT Adoption in Acute Care Delivery  
According to Suomi (2000), the late adoption of IT in healthcare stems from 
the handcrafting traditions of physicians. However, Suomi also notes that there are a 
number of factors that are driving IT adoption in healthcare: 
 The move from handcrafting to knowledge networking; 
 Increasing cost pressures and growing demand for services; 
 Advances in IT; 
 Improved IT literacy of staff; and 
 A move from ‘submissive patient’ to ‘demanding safety and quality 
conscious consumer’. 
 
In looking at the value of IT adoption in acute healthcare, this literature review 
will focus on both the clinical value of adoption in terms of safety and quality as well 
as the efficiency benefits of IT adoption.  
Impact of IT Adoption on Clinical Safety and Quality 
A systematic review by Chaudhry (2006) of the impact of health IT on the 
quality, efficiency and cost of medical care, found that in relation to quality of care, 
the use of IT increases adherence to guideline- or protocol-based care. The most 
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significant benefits were derived from reductions in adverse drug events, with one 
study showing a statistically significant 55% reduction in serious medication errors. 
In this review of 257 studies, Chaudhry (2006) points out that much of the 
literature focuses on benefits from specific systems. As such it was difficult to 
synthesise the synergistic effect of a broad range of technologies. Thus, there is little 
research into the holistic value of multiple system implementations. One 
consideration for IT governance therefore will be to consider this concept of holistic 
value and what controls can be implemented within an IT governance framework to 
achieve such value. 
Chaudhry (2006) also noted that, while it is often difficult to demonstrate real 
benefits from health IT, the organisations benchmarked had achieved these outcomes 
as a result of years of incremental development championed by academic research 
centres. Chaudhry concludes that such a course of action is unlikely in most other 
healthcare settings. Even though a comprehensive literature search was undertaken, 
the study concludes that there is little quantitative data to validate the efficacy of IT 
adoption in healthcare in these other non-academic healthcare settings. 
Chaudhry’s research raises an important consideration for an IT governance 
framework in acute healthcare – irrespective of the controls that the framework 
attempts to institute, the outcome of IT investment is still dependent on the 
organisation’s capacity and capability to implement and sustain those 
investments. 
In a systematic review of systematic reviews assessing the impact of IT 
adoption on the quality and safety of patient care, Black et al. (2011) conclude that 
there is a gap between the claimed benefits of IT adoption in healthcare and that 
which can be empirically proven. Black et al. further conclude that there is a lack of 
robust research on the risks of implementing IT in healthcare and that there is 
insufficient understanding as to why implementations of IT in healthcare do or do not 
work. They recommend that future health IT implementations be evaluated against a 
comprehensive set of measures which pay particular attention to socio-technical 
factors.  
DesRoches et al. (2010) examined EMR adoption in US hospitals and its 
relationship to clinical quality and efficiency. The study found little statistical 
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correlation between the use of electronic health records and substantial gains in 
quality and efficiency. The study did note however that there was some correlation 
between the presence of clinical decision support and small gains in the quality of 
patient outcomes. DesRoches et al. concluded from this study that adopting 
Electronic Health Records is unlikely to yield improvements in quality unless 
(clinical) policies are implemented that encourage/mandate the effective use of 
EMRs that lead to improvement in care. 
Bates and Gawande (2003) reviewed how IT can be used in healthcare to 
improve patient safety. They state that IT can reduce the rate of errors in healthcare 
by a) preventing errors and adverse events; b) facilitating a more rapid response after 
an adverse event; and c) tracking and providing feedback about adverse events. 
Bates and Gawande (2003) report that there is empirical data to support the 
following claims: 
 Improving Communication – failures of communication between clinicians 
remain among the most common factors contributing to adverse events 
(Greenlaw, 1982). IT can assist in communication through the use of 
wireless devices for the timely access of computerised patient records 
holding standardised information; 
 Providing Access to Information – IT can provide clinicians with access to 
current literature for the latest evidence on clinical pathways, references on 
drugs and access to medical knowledge resources; 
 Electronic Prescribing – IT can restrict clinicians to the prescribing of 
drugs without interactions and ensure that correct dosages are ordered. 
Medication safety can also be improved through the use of IT by ensuring 
the right patient receives the right drug, right dosage, right frequency and 
right route when medications are administered; 
 Monitoring – IT can look for patterns and use inference to warn clinicians 
of impending adverse outcomes before they happen; 
 Decision Support – the application of neural network technology to 
decision-making allows many factors to be considered simultaneously in 
order to predict a specific outcome: an example is neural-network-assisted 
cervical screening; and 
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 Rapid Response to Adverse Events – IT can assist in analysing large 
amounts of data to detect actual or potential adverse events and then 
quickly alert a clinician. 
 
A study by J. Lee, Kuo, and Goodwin (2013) looked at four clinical quality 
indicators, pre- and post-EMR adoption, at 708  acute-care hospitals in the US. The 
four clinical indicators of quality included 30-day re-hospitalization, 30-day 
mortality rate, inpatient mortality and length of stay. They determined the following 
results from the study for hospitals that had adopted some level of EMR: 
 a statistically significant (p < 0.05) 0.11 days reduction in length of stay; 
 a statistically significant (p < 0.01) 0.182 percent decrease in 30-day 
mortality rate; and 
 a statistically significant (p < 0.01) 0.19 percent increase in 30-day re-
hospitalization within the first two years of EMR implementation. 
 
J. Lee et al. (2013) concluded that an EMR resulted in “small but clinically 
significant changes in reduction of length of stay and 30-day mortality but an 
increase in 30-day  re-hospitalization with no change in inpatient mortality with the 
introduction of a basic EMR in US hospitals”. Lee et al. did however recognise a 
number of limitations in their research in relation to unobserved factors that may 
have impacted the results. Most significantly their study looked at hospitals with at 
least a basic level of EMR adoption, which they defined as “the computerized patient 
record supported by a clinical data repository and clinical decision-support 
capabilities”. The study did not differentiate between hospitals with advanced EMR 
adoption as defined by the HIMSS Analytics 7 Stage EMR Adoption Model (HIMSS 
Analytics, 2015). 
A key function of IT adoption in clinical practice is computerised physician 
order entry (CPOE) (HIMSS Analytics, 2015). CPOE is recognised as a leading 
potential contributor to improved patient outcomes and improvements in the 
efficiency of care delivery (Chaudhry, 2006; Bates, 2009). 
A study by McCullough et al. (2010), looked at data from 3,401 acute care 
hospitals in the US between 2004 and 2007. The study looked at six clinical 
indicators of quality from only those hospitals “plausibly influenced by electronic 
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health records or computerized physician order entry”. The six clinical indicators of 
quality, which mostly reflect the quality of medication administrations processes 
included:  
 the percentage of heart failure patients given an angiotensin-converting 
enzyme (ACE) inhibitor or angiotensin II receptor blocker (ARB) for left 
ventricular systolic dysfunction;  
 the percentage of smokers with heart failure and pneumonia, respectively, 
who were given smoking cessation advice (in both heart failure patients 
and pneumonia patients);  
 the percentage of pneumonia patients assessed and given pneumococcal 
vaccination if indicated;  
 the percentage of pneumonia patients whose initial blood culture in the 
emergency department preceded their first dose of hospital-administered 
antibiotics; and  
 the percentage of pneumonia patients given the most appropriate initial 
antibiotic. 
 
The results of the study were presented firstly for all hospitals in the study and 
then for academic hospitals (those hospitals that were members of the US Council of 
Teaching Hospitals) and then non-academic hospitals. These results are illustrated in 
Figure 2.2, Figure 2.3 and Figure 2.4 below. 
Figure 2.2 - EMR Impacts in All Sampled Hospitals from McCullough et al. (2010) 
 
**p – 0.05 ***p = 0.01 
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Figure 2.3 - EMR Impacts in Academic Hospitals from McCullough et al. (2010) 
 
**p – 0.05 
Figure 2.4 - EMR Impacts in Non-Academic Hospitals from McCullough et al. (2010) 
 
McCullough et al. (2010) conclude that the “results suggest that health IT has 
small but positive effects on the quality metrics that we can measure across a wide 
range of U.S. hospitals”, however the results were only statistically significant for 
pneumococcal vaccine administration and use of the most appropriate antibiotic for 
pneumonia. The analysis of academic versus non-academic hospitals revealed an 
across the board increase in the positive effects of health IT adoption in academic 
hospitals. The results were most significant for pneumococcal vaccination with a 
6.1% increase (p = 0.05) in patients assessed and given the pneumococcal 
vaccination. McCullough et al. concluded that “The use of computerized physician 
order entry and electronic health records resulted in significant improvements in two 
quality measures, with larger effects in academic than non-academic hospitals.” 
The study by McCullough et al. (2010) is supported by Yu et al. (2008) in 
which a study of 3,364 hospitals determined that the 264 hospitals with computerised 
physician order entry performed significantly better in five of eleven medication-
related measures. 
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There is significant literature to support the benefits of CPOE in acute care 
(Chaudhry, 2006). There is also literature that warns of the dangers of CPOE if 
implemented poorly (Han et al., 2005). In this study, Han et al. determined that the 
mortality rate in a Pittsburgh paediatric hospital increased from 2.8% prior to CPOE 
to 6.57% after CPOE implementation. Others such as Sittig, Ash, Zhang, Osheroff, 
and Shabot (2006) highlight caution with regard to the validity of this one study and 
note that medication prescribing and administration for children is more complex 
than adults, since children have lower dosage tolerances and a much higher 
dependency on time-sensitive therapies. 
Having considered the clinical value of IT adoption in acute healthcare where 
there is clear evidence of improvements in safety and quality, particularly associated 
with CPOE, let us now consider the other significant driver of IT adoption, which is 
common to most sectors – economic efficiency of service delivery (Weber & 
Kauffman, 2011). 
Impact of IT Adoption on Efficiency of Healthcare Delivery 
In the systematic review by Chaudhry (2006) on the quality, efficiency and 
cost of medical care, in relation to efficiency and cost, the study determined: 
 Effects on efficiency: the study noted there was a decrease in utilisation 
rates for potentially redundant or inappropriate care, ranging from 8.5% to 
24%, primarily associated with laboratory and radiology testing. 
 Effects on costs: the study concluded that data on costs were more limited 
than the evidence on quality and efficiency, with only three studies 
containing cost data on aspects of IT system implementation or 
maintenance. 
A landmark study by Kuperman and Gibson (2003) examined 18 separate 
studies on the benefits of CPOE. In this study, the Kuperman and Gibson conclude 
that CPOE addresses three broad healthcare efficiency issues: 
 Overuse of healthcare services – studies showed that CPOE helps to reduce 
the overuse of diagnostic procedures and prescribing of antibiotics; 
 Underuse of healthcare services – studies showed that CPOE improved 
compliance with the monitoring of drug levels; and  
 Misuse of healthcare services – studies showed that CPOE reduced 
medication errors by providing patient-specific dosing suggestions, 
 Chapter 2: Literature Review 30 
 
reminders to monitor drug levels, guidance on the choice of the most 
appropriate drug, avoidance of drug allergies and drug-to-drug interactions 
and standardisation of order sets based on evidence. 
 
Kuperman and Gibson (2003) described those studies that could demonstrate a 
significant reduction in costs due to the adoption of CPOE – one study yielded a 
reduction in the cost of admission by 25% and reduction in the length of stay by 
22% (Evans et al., 1998). Kuperman and Gibson also discussed the costs of 
implementing CPOE, citing one 500-bed hospital where the implementation costs of 
CPOE were US$8 million with ongoing annual maintenance costs of US$1.35 
million.  
Kuperman and Gibson (2003) suggest however, that the costs can be highly 
variable, dependent on the capability of the organisation’s IT infrastructure and the 
amount of training and change management required to change clinician behaviour 
effectively. The studies also revealed that key correlates in clinician satisfaction 
include ease of use and system response times. 
While much of the above literature focuses on clinician use of EMRs, there is 
also literature that looks at the concept of value chain analysis in relation to patient 
care and, in particular, how the patient/healthcare consumer can participate in the 
value chain. 
Andersson et al. (2002), agree with Chaudhry (2006) that IT healthcare 
delivery organisations need to focus on the patient-centric needs of healthcare 
delivery, cost-efficiency, improved service quality and outcomes and the role of the 
consumer in the healthcare delivery value chain. 
Pankowska (2004) argues that, in healthcare, consumers not only receive and 
consume the value created from the flow of materials, information, resources and 
relationships, but can also participate in value-creating activities. Pankowska breaks 
down the value-adding processes in healthcare to include: 
 Procurement of consumables; 
 Patient and materials logistics; 
 Production processes for patients, i.e. diagnosis, care planning and 
discharge planning; 
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 Treatments, interventions and therapeutic pathways for patients; 
 Marketing – patient relationship management, publishing research and 
outcomes data, and managing referring physicians and visiting medical 
officers; and 
 Service delivery – clinics, theatres, wards, radiology and pathology 
services. 
 
Similarly, Siau (2003) argues that consumers are helping create new value 
chains in healthcare with the aid of the convergence of technologies such as the 
Internet and mobile communications. Walters and Jones (2001) argue that healthcare 
delivery organisations need to create new value chains in order to improve quality by 
looking at the intra- and inter-organisational application of resources including 
consumers. They suggest that the onset of the digital age is causing healthcare 
delivery organisations to rethink the role of the consumer in the delivery of patient 
care. 
One could also argue that these value chain benefits are nothing more than 
specific examples of other author’s writings, such as Andersson et al. (2002), 
regarding the opportunities for IT in healthcare to improve the efficiency of 
healthcare delivery based on properly mapping and improving business processes. 
Summary of the Drivers of IT Adoption in Acute Healthcare 
The literature reviewed would suggest that the majority of benefits to be 
derived from IT adoption in healthcare are related to improved outcomes for patients 
and improved efficiency in service delivery.  
There is little evidence to suggest that healthcare delivery organisations will 
reduce operating costs from the adoption of IT. There is, however, evidence that 
suggests that the adoption of IT is likely to increase operating costs for hospitals. 
Studies like Anderson et al. (2006) have determined that the overall health system 
will yield savings as a result of improved capacity and a reduction in errors and the 
associated positive economic impact of a healthier society. Anderson et al. (2006) 
conclude that because the benefits of IT adoption in healthcare accrue primarily to 
patients and payers and not to healthcare providers, it is often difficult for healthcare 
providers to put forward a business case that yields a positive economic return on 
investment.  
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Even where studies such as Chaudhry (2006) demonstrate empirical evidence 
for the financial benefits of IT adoption in healthcare, often the outcome for hospitals 
is an increase in capacity and – depending on the funding model  –  this may not 
provide sufficient incentive to invest in IT. 
This difficulty in validating benefits of IT adoption in clinical care delivery 
highlights the need for the proposed framework of IT governance controls to also 
include consideration of benefits management and benefits realisation. 
IT Governance  
The purpose of this section is to review the literature associated with various 
approaches to IT governance to determine if there is congruence amongst the 
literature regarding a best practice approach to IT governance that could then be 
applied to the acute healthcare sector. 
We begin the literature review on IT governance by examining the various 
definitions and forms of IT governance. 
Introduction to IT Governance  
Ross and Weill (2004:1) describe IT governance as “the decision rights and 
accountability framework for encouraging desirable behaviours in the use of IT”. 
This regularly-cited article also states that good IT governance draws on corporate 
governance principles to manage and use IT to achieve corporate performance goals. 
De Haes and Van Grembergen (2004) argue that IT governance is the 
responsibility of the Board of Directors and executive management and has become 
integral to corporate governance. This is supported by Chaudhuri (2011), who also 
states that IT governance is the responsibility of the Board of Directors and executive 
management, with a focus on: aligning IT with enterprise objectives and realisation 
of enterprise goals; enabling the enterprise by exploiting opportunities with the use 
of IT; using IT capabilities responsibly; and, properly managing IT-related risks. 
Even with strong literature support for the need for company boards to accept 
responsibility for IT, according to Andriole (2009), company boards are yet to 
embrace IT governance as part of corporate governance with only 8% of Fortune 500 
companies having board members with CIO experience. Nolan and McFarlan (2005) 
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suggest that the lack of board oversight for IT activities is dangerous and that board 
members frequently lack the fundamental knowledge needed to ask the right 
questions. 
Ultimately, IT governance controls are risk mitigation strategies designed to a) 
ensure IT is effective in supporting organisational strategies; and, b) manage the 
performance of IT including ensuring that IT projects are successfully implemented 
(Ross & Weill, 2004). 
There is a large amount of scholarly and popular literature written on the topic 
of IT governance. Brown and Grant (2005) undertook a literature review of existing 
research in IT governance with a view to analysing how the academic literature 
relates to articles in the popular press. Brown and Grant highlight that the majority of 
research on IT governance uses a conceptual examination of various IT governance 
framework propositions and few researchers have attempted to perform empirical 
studies on the topic. 
Brown and Grant (2005) conclude that there are essentially two major streams 
of research into IT governance: 
 IT Governance forms – that is, the decision-making structures within an 
organisation that typically alternate between centralised decision-making 
through to fully de-centralised decision-making and then all the 
permutations in between; and  
 IT governance contingency analysis – that is the organisational context 
variables that lead to differences in IT governance implementation. Brown 
and Grant conclude that, based on their literature review, researchers are 
unanimous that a universal best practice IT governance design does not 
exist: rather, the best IT governance solution for a given organisation is 
contingent on a variety of factors. 
 
This assertion of best practice IT governance being dependent on 
organisational contingencies supports this dissertation’s view that IT governance in 
healthcare is dependent on organisational factors specific to healthcare including the 
drivers of IT adoption and barriers to IT adoption explored earlier in this chapter. 
A review of literature on IT governance confirms that much of the literature 
focuses on IT governance forms. The research tends to focus on issues such as: 
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 who the Chief Information Officer reports to (Burke, Randeree, 
Menachemi, & Brooks, 2008); 
 governance structures for decision making (Yajiong, Huigang, & Boulton, 
2008); 
 centralised, decentralised or federated models for IT governance 
(Sambamurthy & Zmud, 1999); and 
 IT governance maturity models (De Haes & Van Grembergen, 2004). 
 
Brown and Grant (2005), Sambamurthy and Zmud (1999) and Ross and Weill 
(2004) agree that there is no one single universal approach to IT governance that 
organisations can implement. 
Much of the research into the design of IT governance tends to focus on the 
factors that have an impact on the design of IT governance within an organisation. 
Sambamurthy and Zmud (1999) argue that there are three primary factors that 
influence IT governance arrangements: 
 Corporate governance structure – the mode of IT governance tends to 
follow the mode of corporate governance, which is typically influenced by 
organisational size; 
 Economies of scope – the mode  of IT governance is influenced by factors 
such as growth by acquisition, diversification of products and markets and 
the extent to which an organisation exploits/leverages its assets; and 
 Absorptive capacities – the mode of IT governance is influenced by the 
level of IT knowledge possessed by business managers. Low levels of IT 
knowledge by business and line managers make it difficult to implement 
and sustain a decentralised mode of IT governance. 
Sohal and Fitzpatrick (2002), in a study of 59 large Australian organisations, 
argue that the extent to which IT is embedded in the organisation has a major impact 
on IT governance arrangements. 
Perhaps the single-most seminal paper on this issue of there being no single 
approach to IT governance is from Ross and Weill (2004). In a study of 300 
enterprises across 23 countries Ross and Weill were unable to identify a single best 
formula for IT governance. Drawing on the best practices of these 300 organisations, 
Ross and Weill developed what they describe as a one-page framework to assist 
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organisations to design and communicate their own IT governance. This framework 
proposes a matrix for assigning decision responsibility for five areas of IT 
governance: 1) IT Principles; 2) IT Architecture; 3) IT Infrastructure; 4) Business 
Application Needs; and 5) IT Investment and Prioritisation. The framework then 
proposes that organisations assign one of six decision-making archetypes to each of 
the five areas of IT governance: 1) Business Monarchy; 2) IT Monarchy; 3) Federal; 
4) IT Duopoly; 5) Feudal; and 6) Anarchy. 
Importantly, Ross and Weill (2004) highlighted that IT governance needs to 
extend beyond IT investment and prioritisation decisions to include operational and 
technical aspects of IT, namely IT principles, IT architecture and IT infrastructure. 
Ribbers, Peterson, and Parker (2002) suggest that social interventions within 
organisations are also an important contributor to effective IT governance. Two 
healthcare delivery organisations were included in their case studies. In one of these 
organisations it was noted that, where the decision-making involved broad 
stakeholder engagement, there was general satisfaction with IT outcomes, whereas in 
the other organisation, which had limited stakeholder engagement, significant 
dissatisfaction was observed. 
Although one might draw the conclusion that the greater the stakeholder 
engagement the greater the stakeholder satisfaction; this observation by Ribbers et al. 
(2002) is supported by the views of Smaltz (2005) that IT healthcare cannot be 
implemented by mandate. 
McGinnis, Pumphrey, Trimmer, and Wiggins (2004) argue that governance is a 
pattern of social relationships that integrates organisational activities. They contrast 
corporate governance with IT governance by describing corporate governance as the 
vertical integration or coordination between boards and CEOs. IT governance, on the 
other hand, is concerned with the horizontal integration or coordination across 
business areas within the organisation. McGinnis et al. further highlighted that, in 
healthcare, this horizontal coordination is critical due to the multidisciplinary nature 
of care delivery. 
Effective IT governance ultimately marries IT investment with organisational 
strategy (De Haes & Van Grembergen, 2004). Authors such as Glaser (2004) discuss 
the importance of an organisation’s approach to IT governance when implementing 
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an effective IT strategy and Van Grembergen (2007) argues the importance of IT 
governance to the formulation and implementation of IT strategy. 
Killingsworth, Newkirk, and Seeman (2006) argue that IT strategy 
development in hospitals needs to take into account the following unique factors for 
the acute healthcare setting: complex government regulation and policy; patient 
engagement; health education and awareness; physician models of remuneration; and 
payers’ expectations of value and health outcomes. 
Marshall and McKay (2003) suggest that part of the IT governance process is 
the development of procedures and structures, which support an integrated cycle of 
IT strategic planning, evaluation and benefits management. As with Sohal and 
Fitzpatrick (2002), Marshall and McKay found that few organisations approached the 
realisation of benefits well. 
Having introduced IT governance and identified that there are a number of 
approaches to IT governance dependent on organisational factors, let us now look at 
established IT governance frameworks that might assist us in structuring a set of 
governance controls for IT adoption in acute healthcare. 
Frameworks for IT Governance 
There are two internationally accepted frameworks for IT governance 
(Chaudhuri, 2011). The first is an Australian/New Zealand/International standard – 
AS/NZS ISO/IEC 38500:2010 Corporate governance of information technology 
(Standards-Australia, 2010). The second is an industry framework known as COBIT 
– Control Objectives for Information and Related Technologies (ISACA, 2012). We 
shall now consider both of these frameworks. 
AS/NZS ISO/IEC 38500:2010 defines the corporate governance of IT as “The 
system by which the current and future use of IT is directed and controlled. 
Corporate governance of IT involves evaluating and directing the use of IT to 
support the organization and monitoring this use to achieve plans. It includes the 
strategy and policies for using IT within an organization.” (Standards-Australia, 
2010).  
According to AS/NZS ISO/IEC 38500:2010, the standard is “applicable to all 
organizations, including public and private companies, government entities, and not-
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for-profit organizations. The standard is applicable to organizations of all sizes from 
the smallest to the largest, regardless of the extent of their use of IT”. 
AS/NZS ISO/IEC 38500:2010 describes six principles for IT governance 
which are listed in Table 2.10 below. 
Table 2.10 - AS/NZS ISO/IEC 38500:2010 Principles from Standards-Australia (2010) 
1 Responsibility: Individuals and groups within the organization understand and 
accept their responsibilities in respect of both supply of, and demand for IT. Those 
with responsibility for actions also have the authority to perform those actions. 
2 Strategy: The organization’s business strategy takes into account the current and 
future capabilities of IT; the strategic plans for IT satisfy the current and ongoing 
needs of the organization’s business strategy. 
3 Acquisition: IT acquisitions are made for valid reasons, on the basis of appropriate 
and ongoing analysis, with clear and transparent decision making. There is 
appropriate balance between benefits, opportunities, costs, and risks, in both the 
short term and the long term. 
4 Performance: IT is fit for purpose in supporting the organization, providing the 
services, levels of service and service quality required to meet current and future 
business requirements. 
5 Conformance: IT complies with all mandatory legislation and regulations. Policies 
and practices are clearly defined, implemented and enforced. 
6 Human Behaviour: IT policies, practices and decisions demonstrate respect for 
Human Behaviour, including the current and evolving needs of all the ‘people in the 
process’. 
 
Against each of these six principles, AS/NZS ISO/IEC 38500:2010 defines 
three types of actions that organisations need to undertake in order to effectively 
govern IT, which are listed in Table 2.11 below. 
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Table 2.11 - AS/NZS ISO/IEC 38500:2010 Action Types from Standards-Australia (2010) 
1 Evaluate the current and future use of IT. 
Directors should examine and make judgement on the current and future use of IT, 
including strategies, proposals and supply arrangements (whether internal, external, 
or both). In evaluating the use of IT, directors should consider the external or internal 
pressures acting upon the business, such as technological change, economic and 
social trends, and political influences. 
Directors should undertake evaluation continually, as pressures change. Directors 
should also take account of both current and future business needs — the current 
and future organizational objectives that they must achieve, such as maintaining 
competitive advantage, as well as the specific objectives of the strategies and 
proposals they are evaluating. 
2 Direct preparation and implementation of plans and policies to ensure that use of 
IT meets business objectives. 
Directors should assign responsibility for, and direct preparation and 
implementation of plans and policies. Plans should set the direction for investments 
in IT projects and IT operations. Policies should establish sound behaviour in the use 
of IT. 
Directors should ensure that the transition of projects to operational status is 
properly planned and managed, taking into account impacts on business and 
operational practices as well as existing IT systems and infrastructure. 
Directors should encourage a culture of good governance of IT in their organization 
by requiring managers to provide timely information, to comply with direction and 
to conform with the six principles of good governance. If necessary, directors should 
direct the submission of proposals for approval to address identified needs. 
3 Monitor conformance to policies, and performance against the plans. 
Directors should monitor, through appropriate measurement systems, the 
performance of IT. They should reassure themselves that performance is in 
accordance with plans, particularly with regard to business objectives. Directors 
should also make sure that IT conforms with external obligations (regulatory, 
legislation, common law, contractual) and internal work practices. 
Note: Responsibility for specific aspects of IT may be delegated to managers within 
the organization. However, accountability for the effective, efficient and acceptable 
use and delivery of IT by an organization remains with the directors and cannot be 
delegated. 
 
AS/NZS ISO/IEC 38500:2010 then goes on to provide high-level guidance to 
organisations in relation to each of the three action types for each of the six 
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principles, effectively defining a 6x3 matrix of IT governance responsibility for 
organisations as depicted in Figure 2.5 below. 
Figure 2.5 - IT Governance Controls Matrix Based on AS/NZS ISO/IEC 38500:2010 
 Evaluate Direct Monitor 
Responsibility action/control action/control action/control 
Strategy action/control action/control action/control 
Acquisition action/control action/control action/control 
Performance action/control action/control action/control 
Conformance action/control action/control action/control 
Human Behaviour action/control action/control action/control 
 
AS/NZS ISO/IEC 38500:2010 only provides high-level guidance for each 
element of the above matrix and does not prescribe how to implement IT governance 
controls that would achieve the actions of Evaluate, Direct and Monitor for each of 
the principles of Responsibility, Strategy, Acquisition, Performance, Conformance 
and Human Behaviour. 
According to Chaudhuri (2011), AS/NZS ISO/IEC 38500:2010 helps 
organisations to make a clear distinction between the supply of IT and the use of IT, 
which according to Chaudhuri is important because organisations tend to focus 
principally on the supply of IT whereas the crucial issues in modern organizations 
are those focused on IT-enabled change. 
In addition to AS/NZS ISO/IEC 38500:2010, COBIT is a popular framework 
within industry for the governance and management of IT. In its latest iteration, 
COBIT 5 defines IT governance: “Governance ensures that stakeholder needs, 
conditions and options are evaluated to determine balanced, agreed-on enterprise 
objectives to be achieved; setting direction through prioritisation and decision 
making; and monitoring performance and compliance against agreed-on direction 
and objectives” (ISACA, 2012). 
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COBIT defines five IT governance principles as listed in Table 2.12 below. 
Table 2.12 - COBIT 5 Principles from ISACA (2012) 
1 Meeting Stakeholder Needs (strategic alignment) 
2 Covering the Enterprise End-to-end (IT processes and IT-related processes) 
3 Applying a Single, Integrated Framework (for IT governance and management) 
4 Enabling a Holistic Approach (to governance and management of enterprise IT) 
5 Separating Governance from Management (recognising the difference between 
management and governance) 
 
 
The COBIT 5 framework focuses on two principal domains – Governance of 
IT and Management of IT. Within the Governance of IT domain, COBIT 5, as 
compared to previous editions, now aligns to AS/NZS ISO/IEC 38500:2010, 
specifying the three same types of actions required: Evaluate, Direct and Monitor 
(EDM). COBIT 5 identifies five processes (controls) within the governance area of 
EDM, which are listed in Table 2.13 below. 
Table 2.13 - COBIT 5 IT Governance Processes from ISACA (2012) 
EDM01 Ensure Governance Framework Setting and Maintenance 
EDM02 Ensure Benefits Delivery 
EDM03 Ensure Risk Optimisation 
EDM04 Ensure Resource Optimisation 
EDM05 Ensure Stakeholder Transparency 
 
 
Unlike AS/NZS ISO/IEC 38500:2010 with its focus squarely on IT governance 
principles, COBIT’s focus is on the management of IT with thirty-two processes 
defined within four management sub-domains. These processes are summarised in 
Table 2.14 below.  
COBIT 5 argues that the principal governance processes are informed by 
feedback from well-structured management processes (Preittigun, Chantatub, & 
Vatanasakdakul, 2012). 
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Table 2.14 - COBIT 5 IT Management Processes from ISACA (2012) 
Domain Identifier Process Title 
Align, Plan and Organise (APO) APO01 Manage the IT Management Framework 
 APO02 Manage Strategy 
 APO03 Manage Enterprise Architecture 
 APO04 Manage Innovation 
 APO05 Manage Portfolio 
 APO06 Manage Budget and Costs 
 APO07 Manage Human Relations 
 APO08 Manage Relationships 
 APO09 Manage Service Agreements 
 APO10 Manage Suppliers 
 APO11 Manage Quality 
 APO12 Manage Risk 
 APO13 Manage Security 
Build, Acquire and Implement BAI01 Manage Programs and Projects 
 BAI02 Manage Requirements Definition 
 BAI03 Manage Solutions Identification and Build 
 BAI04 Manage Availability and Capacity 
 BAI05 Manage Organisational Change Enablement 
 BAI06 Manage Changes 
 BAI07 Manage Changes Acceptance and Transitioning 
 BAI08 Manage Knowledge 
 BAI09 Manage Assets 
 BAI10 Manage Configuration 
Deliver, Service and Support DSS01 Manage Operations 
 DSS02 Manage Service Requests and Incidents 
 DSS03 Manage Problems 
 DSS04 Manage Continuity 
 DSS05 Manage Security Services 
 DSS06 Manage Business Process Controls 
Monitor, Evaluate and Assess MEA01 Monitor, Evaluate and Assess Performance and 
Conformance 
 MEA02 Monitor, Evaluate and Asses the System of 
Internal Control 
 MEA03 Evaluate and Assess Compliance with External 
Requirements 
 
According to a study by Preittigun et al. (2012) which compared concepts in 
academic literature with the concepts encapsulated in COBIT 5, there is concordance 
between the reviewed IT governance literature and the focus of COBIT 5 in the area 
of Evaluate, Direct and Monitor (EDM). This is not the case however in relation to 
the many management processes contained in COBIT 5, where Preittigun et al. found 
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less conclusive empirical evidence to validate these management processes. 
Preittigen et al. conclude that although COBIT 5 appears comprehensive as a 
framework for IT governance and management, there is little academic research that 
addresses the efficacy of COBIT. This conclusion is supported by Ridley, Young, 
and Carroll (2004) in their analysis of the published literature on COBIT, where they 
identified that the majority of published literature on COBIT was practitioner-
oriented with a declared interest in COBIT. 
Recalling the primary research question of this thesis, What IT Governance 
Controls enhance IT Adoption within the Australian Acute Healthcare Sector?, the 
above review of existing IT governance frameworks supports the use of AS/NZS 
ISO/IEC 38500:2010 as an appropriate basis for addressing this primary research 
question. COBIT 5 is not considered appropriate due to its focus on management 
processes rather that governance processes and the lack of empirical support for 
COBIT processes (Preittigun et al., 2012). 
Summary of IT Governance 
The literature reviewed suggests that existing approaches to, and frameworks 
for, IT governance are somewhat generic. Accordingly, IT governance in 
organisations must be tailored to specific factors relevant to each organisation. Acute 
healthcare organisations share many common characteristics that would support the 
development of an IT governance framework attuned to that sector. 
AS/NZS ISO/IEC 38500:2010 is an international standard for IT governance 
based on six principles and for each principle, three types of actions that 
organisations need to undertake: Evaluate, Direct and Monitor. The standard is not 
prescriptive about what the actions / controls are for each of the principles, but rather 
provides organisations with high-level guidance.  
Using AS/NZS ISO/IEC 38500:2010 as the basis for an IT governance 
framework in acute healthcare, this research uses the Delphi Method to survey a 
panel of healthcare IT experts to establish the specific actions/controls required to 
populate this AS/NZS ISO/IEC 38500:2010 based framework. In support of this 
approach we must now look at the literature specific to IT governance in acute 
healthcare. 
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IT Governance in Acute Healthcare  
In this section we review literature specific to IT governance in acute 
healthcare with a view to supporting the argument that acute healthcare has specific 
needs.  
From our literature search there is, unfortunately, an apparent dearth of 
academic literature regarding IT governance in acute healthcare. The small amount 
of existing literature that addresses the specific challenges of IT governance in acute 
healthcare tends to emanate from industry analyst groups such as Gartner Inc. 
(Gartner, 2007).  
In a joint survey by Gartner and the US College of Healthcare Information 
Management Executives (CHIME) (Gartner, 2007), the data revealed that there is 
wide variability in acute healthcare Chief Information Officers’ perceptions of the 
effectiveness of IT governance. In a repetition of the study by Gartner the following 
year (Gartner, 2008), it was determined that nearly two-thirds of healthcare Chief 
Information Officers score their IT governance processes as being in need of 
significant improvement. In particular, it was noted that, with the advent of clinical 
IT, there is a lack of a clear effective model for clinician engagement in IT 
governance. It should be noted however that both Gartner surveys were based on 
non-randomised small samples and as such the data requires further validation. 
In a case study of two US hospitals (Smaltz et al., 2007), it was determined that 
within the two healthcare organisations there was a perception that the 
implementation of IT governance had improved the value of IT delivery. The case 
study used the IT Governance Institute’s five focus areas of IT governance (IT 
Governance Institute, 2011) as a theoretical framework to assess IT governance 
effectiveness within the two organisations. Clearly this study involved a very small 
sample of just two organisations. As such, it could not be considered indicative of all 
healthcare delivery organisations. 
We shall now look at the two major streams of research into IT governance 
discussed by Brown and Grant (2005), as they relate to acute healthcare: IT 
governance forms and IT governance contingency factors. As part of the discussion 
on IT contingency factors, this section also looks at the impact of a hospital’s for-
profit status on IT governance. 
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IT Governance Forms in Acute Healthcare 
In a study by Burke et al. (2008) the research set out to examine whether there 
is a link between the implementation of IT governance and the financial performance 
of hospitals in Florida in the US., Burke et al. defines IT governance as the decision 
authority and reporting structure of the role of the Chief Information Officer. 
Therefore, the article is in effect examining the relationship between Chief 
Information Officer-reporting structures and hospital financial performance rather 
than the effects of IT governance on hospital financial performance.  
Burke et al. (2008) indicates that there has been little research to identify the 
optimal reporting structure for the role of the Chief Information Officer in healthcare.  
The study surveyed 199 acute care hospitals in the American state of Florida, and 
received 98 responses.  The analysis of results took into account a number of 
variables including level of IT adoption, bed size (capacity), case mix (complexity), 
profit status, and system membership (i.e. whether the hospital part of a group of 
hospitals). The study concluded that hospitals with Chief Information Officers that 
report to the Chief Finance Officer enjoy better financial performance, suggesting 
that there is a stronger emphasis on financial Return on Investment (ROI).  
In a study by A. L. Smith, Bradley, Bichescu, and Tremblay (2013), which 
seeks to establish a relationship between sophisticated EMR adoption, financial 
performance and IT governance, the following conclusions were drawn in relation to 
CIO reporting structure: 
 Hospitals with a sophisticated EMR are more likely to be associated with a 
governance structure whereby the CIO reports to someone other than the 
CEO provided a strong EMR governance committee is in place; 
 Hospitals with a sophisticated EMR are less likely to be associated with 
turnover in the CIO position;  
 
In the study by Bradley et al. (2012), which also sought to establish a 
relationship between IT governance and hospital performance, CIO structural power 
(reporting relationship to the CEO) was determined to have a significant and positive 
effect on IT governance. This study by also supported the following hypotheses: 
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 The degree to which a hospital exhibits IT-business mutual participation 
has a positive impact on its quality of IT governance; 
 The degree to which a hospital exhibits an entrepreneurial culture has a 
positive impact on its quality of IT governance; 
 The quality of IT governance increases the extent to which technical risk 
management is addressed; 
 The quality of IT governance increases the extent to which social risk 
management is addressed; 
 The quality of IT governance increases the extent to which IT improves 
hospitals’ market responsiveness; 
 The quality of IT governance increases the extent to which IT improves 
hospitals’ management of external relationships; and 
 The quality of IT governance increases the extent to which IT improves 
hospitals’ operational effectiveness. 
 
IT Governance Contingency Factors in Acute Healthcare 
In a non-scholarly paper by a well-known and well-regarded US healthcare 
Chief Information Officer John P. Glaser, Glaser (2009) discusses ten factors for the 
successful implementation of electronic health records. These factors align 
themselves to AS/NZS ISO/IEC 38500:2010 six principles of IT governance 
(Standards-Australia, 2010). The ten factors from Glaser are listed in Table 2.15 
together with the relevant AS/NZS ISO/IEC 38500:2010 principle. 
Table 2.15 - EMR Adoption Factors from Glaser (2009) 
Success Factor AS/NZS ISO/IEC 
38500:2010 Principle 
Organisational strategies, objectives and plans are clear and well-
conceived 
Strategy 
Management (not just the Chief Information Officer) discusses the ways 
to link the IT agenda to the organisation’s strategies 
Responsibility 
The organisation holds itself accountable for its performance Performance 
Efficient and effective IT governance is in place (investment 
prioritisation) 
Performance 
The organisation has determined which processes require IT-enabled 
improvement – and measure performance 
Acquisition 
Multiple supporting IT initiatives have been incorporated into major IT 
initiatives 
Performance 
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Success Factor AS/NZS ISO/IEC 
38500:2010 Principle 
The organisation understands the complicated nature of the value 
proposition of an electronic health record 
Strategy 
Clinicians are continuously engaged in improving systems and related 
work flows 
Responsibility 
Investment in IT infrastructure is supported Conformance 
The organisation invests in modest, thoughtful IT experimentation Strategy 
 
In a similarly themed article by Ross and Weill (2002), the article describe six 
IT decisions that need to be made by an organisation by non-IT managers. As with 
Glaser’s ten factors (Glaser, 2009), each of these six decision points should be 
contemplated as part of IT governance. The six significant organisational decisions 
from Ross and Weill are listed in Table 2.16 together with the relevant AS/NZS 
ISO/IEC 38500:2010 principle. 
Table 2.16 - Organisational IT Decisions from Ross and Weill (2002) 
Significant IT Decisions by Non-IT Managers AS/NZS ISO/IEC 
38500:2010 Principle 
How much money is to be spent on IT – Senior management must first 
define the strategic role that IT will play in the organisation and then 
determine the level of funding needed to achieve that objective. 
Strategy 
Which business processes should receive IT dollars – Senior 
management need to make clear decisions about which IT initiatives 
will and will not be funded 
Responsibility, 
Strategy 
Which IT capabilities need to be organisation-wide – Senior 
management needs to decide which IT capabilities should be provided 
centrally and which should be developed by individual businesses 
Strategy, 
Conformance 
How good do the IT services really need to be – Senior management 
needs to decide which features, for example, enhanced reliability or 
response time, are needed on the basis of their costs and benefits 
Performance 
What security and privacy risks are acceptable – Senior management 
needs to lead the decision making on the trade-offs between security 
and privacy on one hand and convenience on the other 
Conformance 
Whom do we blame if an IT initiative fails – Senior management needs 
to assign a business executive to be accountable for every IT project and 
therefore to monitor business metrics 
Responsibility 
 
From the assertions of both Glaser (2009) and Ross and Weill (2002), it can be 
observed that not all the above factors relate to IT. Factors such as the organisation 
holding itself accountable for its performance are more about cultural orientations 
within the organisation rather than capability and maturity of IT delivery. 
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Wickramasinghe, Fadlalla, Geisler, and Schaffer (2005) propose a framework 
for assessing eHealth preparedness which includes four pre-requisites: 
 Information and communications technology architecture/infrastructure; 
 Standardised policies, protocols and procedures;  
 User access and accessibility policies and infrastructure; and  
 Government regulation and control. 
 
Although this article focuses on the delivery of health services and health 
information using the Internet, the issue of having appropriate IT policies was 
considered when constructing the preliminary set of IT governance controls for the 
acute healthcare sector. 
In an article by Yajiong et al. (2008), the research studies governance patterns 
for IT investment within six Chinese hospitals. Yajiong et al. posit three broad 
factors affect IT governance within an organisation: 1) IT investment characteristics; 
2) external environment; and 3) internal context. 
The study then goes on to identify four participants (actors) in IT decision-
making:  1) Top Management; 2) IT Professionals; 3) The Administrative Group; 
and 4) Healthcare Professionals. The study partitions the approval process into three 
distinct stages: 1) Initiation; 2) Development; and 3) Approval. Based on these 
stages, the paper then examines the decision-making process of 57 separate IT 
investments across the six hospitals. For each of these stages, Yajiong et al. (2008) 
determine which of the seven Ross and Weill (2004) IT governance archetypes is 
applicable.   
The research by Yajiong et al. (2008) concluded that IT decision-making is 
influenced by the IT investment characteristics, the external environment and by 
internal context. This assertion that IT governance is affected by multiple 
contingencies (factors) is consistent with the findings of Sambamurthy and Zmud 
(1999) who conclude that multiple contingencies (factors) operate together to shape 
the organisation’s IT governance arrangements. 
As discussed previously in looking at barriers to IT adoption in acute 
healthcare, Kazley and Ozcan (2007) assert that the adoption of IT in acute 
healthcare is impacted by the not-for-profit status of the organisation. Consequently, 
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we shall review literature that considers the impact of the organisation’s for-profit 
status on IT governance. 
Impact of Hospital For-Profit Status on IT Governance 
The Australian Institute of Health and Welfare (2015) reported the composition 
of hospitals in Australia in 2013-14 as depicted in Table 2.17 below. 
Table 2.17 – Composition of Australian Hospitals (2013-14) from Australian Institute of 
Health and Welfare (2015) 
Public and private hospitals NSW Vic Qld WA SA Tas ACT NT Total 
Public hospitals 
Public acute hospitals 217 150 165 88 78 22 3 5 728 
Public psychiatric hospitals 8 1 4 3 2 1 0 0 19 
Total public hospitals 225 151 169 91 80 23 3 5 747 
Private hospitals 
Private free-standing day hospital 102 86 52 40 27 n.p. n.p. n.p. 326 
Other (acute) private hospitals 91 79 56 22 28 n.p. n.p. n.p. 286 
Total private hospitals 193 165 108 62 55 n.p. n.p. n.p. 612 
All hospitals   418 316 277 153 135 n.p. n.p. n.p. 1,359 
 
Of the 286 private acute care hospitals, 60% are run on a for-profit basis and 
40% are run on a not-for-profit basis. Thus, combining the government-funded 
public acute hospitals with the privately operated not-for-profit acute hospitals we 
see that 83% of acute care hospitals are operated on a not-for-profit basis. 
There is very little academic literature that examines the for-profit status of 
hospitals and its impact on IT governance, and no literature was found specific to 
Australia. An article by Parente and Van Horn (2006) examined the impact of for-
profit status on IT investment decisions from 1990 through 1998 in a nationwide 
sample of US acute care hospitals. The study set out to prove, based on the use of an 
economic production function model, that the objectives in for-profit hospitals are 
based on maximising profits and minimising costs, whereas in not-for-profit 
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hospitals the objectives are based on maximising volume. The article by Parente and 
Van Horn (2006) concluded that: 
 A greater percentage of not-for-profit hospitals have adopted patient care 
IT systems than for-profit hospitals; 
 Not-for-profit hospitals adopt health IT systems earlier than for-profit 
hospitals; 
 Hospitals with a more complex case-mix were more likely to invest in 
clinical IT; 
 Larger hospitals were more likely to invest in clinical IT; 
 Not-for-profit hospitals adopting clinical IT had increased their patient 
discharge volumes by a statistically significant 0.6 percent; and 
 For-profit hospitals adopting clinical IT experienced a statistically 
significant negative effect on the number of occupied bed days and the 
costs associated with staffing beds for those days. 
 
Based on the articles by Parente and Van Horn (2006) and Kazley and Ozcan 
(2007) we can conclude that the for-profit status of hospitals materially impacts on 
IT investment decisions. 
Summary of IT Governance in Acute Healthcare 
Our review of literature into IT governance in acute healthcare has revealed a 
set of drivers of, and barriers to, IT adoption in acute healthcare, which can be used 
to assist us in the development of IT governance contingencies (factors) within acute 
healthcare. More importantly, the literature supports Yajiong et al. (2008) assertions 
that IT governance associated with IT investment in healthcare organisations is 
dependent of the nature of the investment, the external environment and the internal 
context, which includes the influence of clinical and non-clinical leaders. This high 
level grouping of contingency factors is significant in answering our second research 
sub-question: What are the Factors Determining IT Adoption Risk within the 
Australian Acute Healthcare Sector? 
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Chapter Summary 
As introduced in Chapter 1 of this document, the research question being posed 
is: What IT Governance Controls enhance IT Adoption within the Australian Acute 
Healthcare Sector? 
This literature search has revealed that little research exists in the area of IT 
governance in acute healthcare. From the available literature, it is evident that IT 
governance within acute healthcare organisations is yet to receive significant 
attention, perhaps because IT adoption in acute healthcare organisations, particularly 
in Australia, is still relatively low. 
Regarding the issue of IT adoption rates in acute healthcare, there is no 
significant academic literature that addresses this topic in Australia. Whilst there is 
good quality data from the US that supports the assertion of low, but increasing IT 
adoption rates, this research can make a significant contribution to the literature by 
collecting and reporting on IT adoption rates in Australian acute healthcare 
organisations. 
In reviewing the reasons for low EMR adoption rates, the literature suggests a 
variety of reasons ranging from resourcing issues such as inadequate capital, a lack 
of capable market solutions and a lack of capable IT resources to cultural issues such 
as clinician resistance and the difficulty in clearly articulating benefits. Barriers to 
adoption, together with drivers of adoption are pivotal to the IT governance 
framework to be addressed by this research. 
With respect to the value of IT adoption in acute healthcare, the literature 
reviewed supports the assertion that IT investment in clinical systems, such as 
CPOE, does yield value in terms of improved safety and quality and reduced waste. 
However the literature also identifies that it is difficult to provide a clear economic 
argument for IT adoption within acute healthcare as much of the financial benefit 
ultimately flows to the payers of healthcare – namely governments and health 
insurers. 
Because of this difficulty in defining a clear economic argument for IT 
adoption in healthcare, it will be important that a framework of IT governance 
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controls pays appropriate attention to benefits management to ensure that value from 
IT adoption is reasonably measured. 
Regarding approaches to IT governance, the literature reviewed supports the 
argument that there is no one approach to IT governance. Organisations need to tailor 
their IT governance to their environment to ensure that the approach adopted is 
consistent with the organisation’s approach to corporate governance and consistent 
with the organisation’s overall IT capability and maturity. It was also noted from the 
literature that much of the research into IT governance tends to focus on the form of 
IT governance rather than its function. 
The literature reviewed on IT governance also revealed linkages between IT 
governance and organisational strategy. In determining a framework of IT 
governance controls in acute healthcare, this research needs to consider the linkage 
between effective IT governance and the existence of a well-defined organisational 
strategic plan and/or a well-defined IT strategic plan. 
Finally, there is very little academic literature on the topic of IT governance in 
acute healthcare, a fact in itself that supports the need for further research into this 
area. From the available literature it is however possible to begin to synthesise the 
factors that need to be addressed in modelling a framework of IT governance 
controls for the acute healthcare sector. These factors are based on both external and 
internal influences as underpinned by institutional theory, sensemaking theory and 
diffusion of innovation theory, which are discussed in the next chapter.  
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Chapter 3: Theory 
“The true sign of intelligence is not knowledge but imagination.” 
 Albert Einstein 
Introduction 
The purpose of this chapter is to consider a theoretical basis or bases for 
addressing the primary research question: What IT Governance Controls enhance IT 
Adoption within the Australian Acute Healthcare Sector? 
In considering options for theories, let us first consider the three conceptions of 
theory according to Habermas (1984). These are: 
 The objective world of possible and actual states; 
 The subjective world of personal experiences and beliefs; and 
 The social world of normatively regulated social relations. 
 
Healthcare organisations, as institutions, are complex abstractions of our social 
worlds, i.e. the third of the above conceptions. This is supported by Presthus (1958), 
who defines organisations as a “system of structural interpersonal relations (where) 
individuals are differentiated in terms of authority, status, and role with the result that 
personal interaction is prescribed”.  
Begun, Zimmerman, and Dooley (2003) describe healthcare organisations as 
complex adaptive systems characterised by a system of constantly adapting 
independent agents. They argue the case for increased application of complexity 
science to the study of healthcare organisations, which they assert are amongst the 
most complex of today’s social systems. When considering governance controls for 
the adoption of information systems / technology in acute healthcare organisations, 
we need to focus on the complex interaction of these constantly adapting 
independent agents. This is supported by Hirschheim (1985) who argues that 
Information Systems epistemology is grounded in the social sciences on the basis 
that “information systems are, fundamentally, social rather than technical systems”.  
Therefore, in considering theoretical bases for understanding the factors that 
might influence IT governance controls within healthcare organisations, we need to 
focus on those theories that underpin organisational behaviour during the lifecycle of 
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an IT solution – from the initial decision to invest in the solution through to the 
ongoing realisation of benefits. There are a number of variants of organisational 
sociology that need to be explored as part of this research to determine the most 
appropriate theoretical basis for defining the organisational factors that impact IT 
governance and in particular, IT decision making in acute healthcare. These will now 
be discussed so as to provide a rationale for the theoretical bases that have been 
chosen to underpin this research. 
Organisational Theory 
Theories of organisational behaviour date back to the sixteenth century when 
Italian philosopher and political advisor to nobles, Niccolò Machiavelli, wrote of 
organisational power and politics, particularly from the perspective of human 
behaviour (McGuire & Hutchings, 2006). Twentieth century scholars such as W. G. 
Scott (1961) posit that classical organisation theory is built around ‘four key pillars’: 
1) Division of Labour: which defines how an organisation is structured to 
deliver its functions through specialization and departmentalization; 
2) Scalar and Functional Processes: which refers to the grouping of 
functional areas into compatible units and how the organisation deals with 
the growth of the chain of command, delegation of authority and unity of 
command; 
3) Structure: which refers to the logical relationships among functions within 
the organisation to ensure organisational efficiency; and 
4) Span of Control: which refers to the number of subordinates that a 
manager can effectively manage. A wide span of control yields a relatively 
flat management structure whereas a short span of control would yield a 
tall or deep organisational structure. 
 
However, W. G. Scott (1961) and Kimberly and Evanisko (1981) agree that 
traditional organisation theory fails to recognise that the above four pillars are 
affected and influenced by the impact of human actions. Scott argues that human 
factors such as deficiencies in leadership skills and imperfections in the way 
processes are designed and handled contribute to a weakening of organisational 
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effectiveness. Scott further argues that organisational effectiveness relies on the parts 
of the system (organisation), their interactions and their linking processes. 
The parts referred to by Scott include: 
 the individual and the personality structure he or she brings to the 
organisation; 
 the formal arrangement of functions within the organisation; and 
 the informal organisation which broadly refers to the natural grouping of 
people and their interactions in the work environment based primarily on 
social need.  
 
In acute healthcare, we most commonly see these informal organisations based 
on professional staff groupings such as medical, nursing and allied health. These 
occupational communities or tribes, although not generally recognised in the formal 
organisational structures of hospitals, exert significant influence on hospital decision 
making (Greenhalgh & Stones, 2010). 
W. G. Scott (1961) defines interactions among the above parts of the system as 
the linking activities / processes universal to human systems: 
 communication, both formal and in-formal, which links the parts of the 
system; 
 balance, which refers to the equilibrating mechanism that ensures the parts 
of the system are maintained in a harmonious relationship to each other; 
and 
 decision making. 
 
It is the activity / process of decision making within acute healthcare that is of 
interest to IT governance, however, based on organisational theory, we need to 
recognise that decision making is inextricably linked to interactions among the ‘parts 
of the system’, which includes physicians. This is supported by Kimberly and 
Evanisko (1981) who argue that organisational decision making is influenced by 
characteristics of individual people, by characteristics of the organisation itself and 
by characteristics of the context in which the organisation operates. 
But how relevant is organisational theory in the context of decision making 
within hospitals? To answer this question we need to better understand the role of the 
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physician within the decision making process. Prior to the second half of the 
twentieth century, physicians typically managed hospitals in addition to providing 
patient care. Then in the latter half of the twentieth century, with the increase in 
medical technology for diagnosis and treatment, together with a proliferation of 
evidence-based medical knowledge, clinicians became preoccupied with clinical 
activities and left the management of the increasingly regulated acute care sector to 
professional hospital administrators (Greenhalgh & Stones, 2010).  
Kaissi (2005) suggests that there is now a sharp demarcation between hospital 
managers’ and physicians’ domains, where physicians enjoy high power and self-
control with their main focus on patient care, whereas a manager’s focus lies in 
maintenance and support. Kaissi further argues that managers and physicians have 
two very different modalities of thinking: managers do what they do to pursue 
organisational goals, to organisationally compete or remain viable, or to optimise 
efficiency, whereas physicians do not require rational explanation of their actions as 
they do what they believe is right in the interests of the patient. 
Such conflict in objectives is of course not unique to healthcare and is common 
in organisations whose core activities are carried out by professionals where the 
organisation relies upon their knowledge, skills and professional judgement to 
perform their role. According to Flood and Fennell (1995), there are at least three 
models for embedding such professionals into an organisation: 
 autonomy, where professionals (such as physicians) retain authority to 
control and evaluate themselves as a group; 
 heteronomous, where professionals (such as nurses) are subject to manager 
authority; and 
 conjoint, where professionals and managers recognise each other’s domains 
of expertise and authority and hence the need for collaboration. 
From the literature reviewed, it is evident that traditional organisational theory 
lacks the depth needed to adequately explain the underpinnings of decision making 
within hospitals. Institutional theory may offer a better conceptual basis for 
understanding the process for adopting IT within acute healthcare organisations, 
which are characterised by strong social and cultural structures. 
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Institutional Theory 
According to W. R. Scott (2008), institutional theory provides a cultural 
cognitive framework for a deeper understanding of organisational forms. Scott 
contends that organisations include social structures that are made up of symbolic 
elements, social activities and material resources that ultimately put pressure on 
individuals to conform to shared understandings of appropriate forms and 
behaviours. 
Early institutional theory focused on the internal and external social pressures 
that lead to normative behaviour within organisations, these included “rational 
myths”, “rule-like frameworks” and “knowledge legitimised through the educational 
systems, by social prestige, by the laws … and the courts” (DiMaggio & Powell, 
1983). Institutional theory tells us that organisational behavior is a combination of 
formal structure (as per organisational theory) and informal interactions within the 
organisation (Meyer & Rowan, 1977). Institutional theory also introduced the 
concept of isomorphism, where organisations all demonstrate structural similarity or 
degrees of homogeneity as a result of organisations needing to conform to society to 
obtain legitimacy (Meyer & Rowan, 1977). 
In acute healthcare, we are beginning to see IT adoption influenced by external 
organisational factors rather than societal factors. DiMaggio and Powell (1983) 
explained this type of influence as institutional isomorphism, where organisations 
compete not just for resources and customers, but for political power, institutional 
legitimacy and social and economic fitness. 
DiMaggio and Powell (1983) introduced three mechanisms, through which 
institutional isomorphism occurs: 
1. Coercive isomorphism – which results from both formal and informal 
pressures exerted by other organisations upon which an organisation is 
dependent; 
2. Mimetic isomorphism – where organisations model themselves on other 
organisations as a result of uncertainty; This is particularly the case in 
regards to the adoption of technology where the technology is not 
particularly well understood or the objectives or outcomes are 
uncertain; and 
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3. Normative isomorphism – which is based on behaviours resulting from 
professionalization, where members of an occupation define the 
conditions and methods of their work to establish a cognitive base and 
legitimation for their occupational autonomy. 
 
Studying the adoption of IT within acute healthcare, Sherer (2010) undertook 
to apply the above three mechanisms within institutional theory to the adoption of 
EMRs within the US healthcare system. He made the following observations: 
 Coercive pressures are likely to come from payer incentives or penalties 
associated with EMR adoption and it is Sherer’s view that “greater coercive 
pressures will lead to a greater intent to adopt electronic health records”. In 
the United States this coercive pressure is evident in the US$36 billion 
worth of incentives provided by the US Government through The American 
Recovery and Reinvestment Act (2009) for EMR adoption in both primary 
and acute care. In Australia, the federal government provides primary care 
physicians with practice incentive payments for utilising IT in the delivery 
of care to patients. To date however, in Australia, no financial incentives 
exist for EMR adoption in the acute care setting. 
 Mimetic pressures will arise from a lack of clear objectives and outcomes 
associated with the adoption of EMRs and as such organisations will seek 
out successful EMR implementations in peer organisations so as to reduce 
the risk of implementation failure. 
 Normative forces will increase as more organisations implement EMRs and 
as interoperability standards emerge and are implemented by software 
vendors to allow easier sharing of health information among care providers. 
 
How then does organisational and institutional theory impact on IT 
Governance in acute care? Both of these theories describe the underpinnings of 
organisational behaviour; in acute healthcare these theories provide us with some 
understanding as to the autonomous nature of clinicians as a professional grouping 
and the tensions created by institutional pressures to adopt new technologies such as 
EMRs. From an IT governance perspective, it is important that the decision making 
process for IT investment takes into account the need to recognise clinician 
autonomy and the various institutional pressures that exist. 
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Beyond isomorphism, within institutional theory, Jensen, Kjærgaard, and 
Svejvig (2009) argue that organisational behaviour is also the result of how 
organisations deal with often conflicting institutional logics. They posit that 
institutional logics “shape rational, mindful behaviour, and individual and 
organisational actors have some hand in shaping and changing institutional logics”.  
Jensen et al. further argue that while institutional theory is useful in describing how 
external pressures and professional traditions impact on how information systems are 
implemented, it fails to adequately describe how individuals respond to these 
pressures and as such assert that institutional theory needs to be supplemented with 
sensemaking theory. 
Sensemaking Theory & Behavioural Intention Theories 
Sensemaking theory originates from organisational sociology where sense 
refers to meaning and making refers to the activity of constructing something 
(Weick, 1995). Jensen et al. (2009) argue that sensemaking by clinicians is a 
necessary part of IT adoption because of the disruptive nature of IT in clinical 
workflow. Jensen et al. further argue that for clinicians to interact with software, they 
must first make sense of the software particularly in relation to formulating 
assumptions, expectations and knowledge regarding the software. 
Jensen et al. (2009) also assert that within sensemaking theory, the 
implementation of information systems requires a focus on three specific 
sensemaking constructs: 
1. Bracketing, where users of technology single out items and or events in 
order to connect with and make sense of the technology; typically the user 
identifies specific cues that signify desired preferences or outcomes; 
2. Enactment, where the user then relates the bracketed cues to institutional 
logics to make sense of the technology consistent with organisational 
behaviours; and 
3. Identity, where the user of the technology attempts to relate the 
interpretation of the technology to expectations that they have for their role 
within the organisation. 
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Currie, Finnegan, and Koshy (2011) used sensemaking theory as a lens to study 
the introduction of IT into renal care units in the UK and Sweden. According to 
Currie et al., within the context of information systems, “the socio-cognitive nature 
of interaction with technology means that people’s perceptions of technology affect 
the way they use systems”. They further suggest that the success of IT 
implementation in healthcare is highly dependent on factors such as user acceptance 
of the technology as well as appropriate use of the technology. 
The issue of user acceptance of technology has been broadly studied in 
information systems research. Intention-based theories, grounded in general social-
psychological / behavioural theory, emerged in the 1970’s in an attempt to explain 
why IT systems were not being utilised by individual users. Most of these intention-
based theories are extensions to the Theory of Reasoned Action (TRA) in which a 
person’s behaviour is systematically related to their attitudes and subjective norms 
surrounding the performance of their behaviour (Ajzen & Fishbein, 1977). 
Among the more popular of these intention-based theories is the Technology 
Acceptance Model (TAM). Adopted from TRA, TAM was introduced by Davis 
(1989) to explain a potential user’s behavioural intention to use science technology. 
TAM involves three primary constructs that lead to this behavioural intention – 
Attitude, Perceived Ease Of Use (PEOU) and Perceived Usefulness (PU). According 
to Davis, PEOU is the degree to which a person believes that using a system would 
be free of effort; and PU is the degree to which a person believes that using a 
particular system would enhance his or her job performance. 
TAM is a popular model in information systems research due to its relative 
simplicity, however it is imperfect in its application and there has been wide 
variation in its predicted effects in numerous studies with different types of users and 
technology systems (King & He, 2006). TAM continues to be enhanced in an attempt 
to address imperfections in different settings including an update called TAM2, 
which removed attitude and added social influence as a construct – called Subjective 
Norm (SN). According to Holden and Karsh (2010), subjective norm refers to the 
person’s perception that most people who are important to him/her think he/she 
should or should not perform the behaviour in question. Figure 3.1 below illustrates 
TAM and TAM2. 
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Figure 3.1 - TAM and TAM2 Constructs 
 
 
Researchers applying intention-based theories, such as TAM and TAM2, have 
determined that these models require modification if they are to be useful to predict 
or explain clinician behavioural intention to use health information technology 
(Ketikidis, Dimitrovski, Lazuras, & Bath, 2012; Aggelidis & Chatzoglou, 2009; 
Holden & Karsh, 2010). Holden further warns that, if used in its generic form, TAM 
may not capture, or may even contradict, some of the unique contextual features of 
IT adoption in health care delivery. 
Studies by Chismar and Wiley-Patton (2003) and Chau and Hu (2001) have 
found that clinicians are less concerned with Perceived Ease of Use (PEOU) and 
more concerned with Perceived Usefulness (PU). In a study by Aggelidis and 
Chatzoglou (2009) the results showed that, beyond PEOU and PU, behavioural 
intention to use IT in hospitals is affected by social influence (subjective norm), 
attitude, facilitating conditions and self-efficacy. Both TAM and TAM2 fail to 
capture facilitating conditions and self-efficacy in the acute healthcare setting.  
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Facilitating conditions refers to the resources and opportunities, available to a 
person, that influence behavioural achievement (Ajzen, 1991). Self efficacy refers to 
the belief that one has the capability to perform a particular behaviour (Venkatesh, 
Morris, Davis, & Davis, 2003). 
Theory of Planned Behaviour (TPB) is another extension of TRA in which 
Perceived Behavioural Control (PBC) is included to account for those situations 
where an individual lacks control over the targeted behaviour, such as facilitating 
conditions (Ajzen, 1991) – refer to Figure 3.2 below. 
Figure 3.2 - Theory of Planned Behaviour (TPB) Constructs 
 
 Given the varying strengths and weaknesses of intention-based theory models 
such as TAM, TAM2 and TPB, a unified theory of constructs leading to behavioural 
intention to use technology has also emerged – the Unified Theory of Acceptance 
and Use of Technology (UTAUT) (Venkatesh et al., 2003). UTAUT incorporates the 
constructs of performance expectancy (similar to PU), effort expectancy (similar to 
PEOU), social influence (or SN) and facilitating conditions – refer to Figure 3.3 
below. 
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Figure 3.3 - Unified Theory of Acceptance and Use of Technology (UTAUT) Constructs 
 
UTAUT however does not include self-efficacy in its constructs, which has 
shown to be significant to clinicians in adopting health IT (Chau & Hu, 2001; Holden 
& Karsh, 2010; Aggelidis & Chatzoglou, 2009; Yarbrough & Smith, 2007). 
From the extant literature we can observe that no single intention-based theory 
encapsulates all possible factors that might impact behavioural intention associated 
with technology use in acute healthcare. Furthermore these theories fail to adequately 
account for the relatively high autonomy and professional control of clinicians 
common to healthcare settings (Chau & Hu, 2001). Attitudinal beliefs and alignment 
with professional identity are strong determinants of clinician’s willingness to 
implement clinical information systems. Sensemaking Theory is well aligned to this 
issue of identity concordance and clinical self-efficacy.  
Another weakness of intention-based models, such as TAM, is that they tend to 
examine a single information system with a homogenous group of individuals on a 
single task at a single point in time, which leads to generalisation of findings (Y. Lee, 
Kozar, & Larsen, 2003). Currie et al. (2011) observed that while sensemaking is 
most active at the individual level, it also occurs at the organisation level – “unlike 
micro level sense-making, sense-making which emerges at the organisational level is 
the result of collective understanding by influential people who represent their 
organisations as a whole”. Currie et al. also observed that “higher level authorities 
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have a direct impact on micro level actors such as clinicians, technology workers and 
nurses, and causes a flux of events which triggers the sense-making process amongst 
these user groups at the grassroots level”. 
Currie et al. (2011) concluded that clinician sensemaking is strongly linked to 
organisational support of the technology being implemented. Without this support, 
clinicians will typically use divergent sensemaking processes to deviate from original 
IT system objectives. They identify the following factors as having a significant 
influence on user perspectives and system sensemaking: management support; user 
training in the new clinical software; ease of use of the new clinical software; and 
acknowledged benefits of new technology so as to put aside legacy medical systems 
and practices. While these factors are not at odds with constructs / factors from 
intention-based models such as TAM, TPB and UTAUT, sensemaking theory better 
accounts for the professional autonomy and dominance of clinicians in clinical 
practice. 
The need for effective organisational support for clinician sensemaking also 
applies once clinicians have completed their convergent sensemaking journey and 
they, together with the organisation, are seeking to maximise their use of the 
technology. This diffusion of efficacy of software use, broader organisation-wide 
adoption and maximisation of benefits is encapsulated in Diffusion of Innovation 
Theory. 
Diffusion of Innovation Theory 
Diffusion of Innovation theory is popular in the study of information systems 
implementation within organisations. Building on the work by Rogers (1995), 
Dearing (2008) defines the key components of diffusion of innovation theory to 
include: 
 the innovation and the potential adopter perceptions of its attributes, 
benefits, complexity, observability (the extent to which outcomes can be 
seen) and trialability (the extent to which the adopter must commit to full 
adoption); 
 the adopter and the degree of innovativeness (how early the adopter is 
relative to other adopters); 
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 the social system in terms of the structure of the system, its informal 
opinion leaders and adopter perception of social pressure to adopt; 
 the individual adoption process which involves a staged/ordered model of 
awareness, persuasion, decision, implementation and continuation; and 
 the diffusion system and the process for intervening with opinion leaders 
and innovation champions. 
 
Sanson-Fisher (2004) asserts that Diffusion of Innovation theory offers 
plausible explanations for why certain clinical innovations are adopted more rapidly 
while some innovations struggle, despite strong evidence of the benefits. Santon-
Fisher uses Diffusion of innovation theory to postulate five steps in clinician’s 
decision-making process: 
 researchers acquire knowledge about the proposed clinical change; 
 the individual clinician is persuaded about the advantages of the innovation 
(sensemaking); 
 the clinician engages in activities that will lead to a choice about adopting 
or rejecting the innovation (eg, reading, attending workshops, 
communicating with individuals who have experience in the field); 
 the innovation is incorporated into the daily activity of the clinician; and 
 the clinician seeks reinforcement about the innovation decision (eg, 
discussion and comparison with peers). 
 
According to Berwick (2003), successful diffusion of innovation within 
hospitals depends on how the organisation (or social system) deals with its 
innovators and early adopters and the interface between these early adopters and the 
rest of the organisation. Berwick, therefore, argues that disseminating innovation 
within healthcare can be improved by: 
 choosing innovations which are sound – i.e. that have evidentiary support 
for their adoption; 
 finding and supporting innovators within the organisation; 
 investing in early adopters to ensure they have every chance of success; 
 making early adopter activity observable to the rest of the organisation; 
 trusting and enabling reinvention (the process of adapting systems to local 
conditions); 
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 creating slack for change (investing sufficient time and money); and 
 leading by example (organisational leaders must be champions of the 
innovation). 
 
When considering IT governance, understanding the enablers and inhibitors to 
innovation diffusion within acute healthcare will assist us to formulate some of the 
IT governance factors that need to be addressed. Research undertaken by England 
and Stewart (2007), although based on a very small population size, proposed that 
the innovation diffusion factors in Table 3.1 below are potential inhibitors to IT 
adoption in acute healthcare. 
Table 3.1 - Innovation Diffusion Factors from England and Stewart (2007) 
Factor Description 
Leader attitudes Executives interviewed were not convinced of the value that IT brings to 
healthcare and were cautious of the risk associated to patient safety if 
poorly implemented; 
Centralization Clinical decision making is highly decentralised whereas IT adoption 
decisions tends to be centralised; 
Formalization Hospital executives believed IT adoption needs to follow formal policies 
(which may inhibit innovation adoption); 
Interconnectedness Political influences and the fragmented nature of health professionals 
inhibits interconnectedness; 
Slack Lack of resources and a lack of capacity to implement innovation; 
Complexity Complexity of the healthcare environment and its internal processes; 
External Openness Hospital executives interviewed demonstrated little knowledge of IT 
solutions and management practices in other sectors / industries; 
Relative Value Inability to reliably measure the value of IT innovations; 
Compatibility Hospital executives interviewed believed that available IT solutions did not 
support healthcare’s clinical workflows; 
Observability Hospital executives interviewed did not believe it was possible to view the 
ideal health IT system in operation; and 
Trialability The complexity and timeframes required to implement make it difficult to 
trial the innovation. 
 
Given the professional autonomy of physicians within the healthcare 
environment and the complexity of healthcare service delivery, the components of 
diffusion of innovation theory described by Dearing (2008) will assist in providing a 
theoretical underpinning to understanding the factors within acute healthcare that 
need to be addressed in defining a framework of IT governance controls that enhance 
IT adoption. 
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Similar to Sensemaking theory, Diffusion of Innovation theory is supported by 
a number of the constructs of intention-based theories such as TPB and UTUAT, 
where normative beliefs and facilitating conditions are significant factors to 
clinician’s perceptions of the technology, which ultimately impact their uptake of 
that technology. 
Constructing a Theory-Based Model for Determining IT 
Adoption Factors 
Based on the literature reviewed and the above theory discussion, we are able 
to distil a number of factors that drive IT adoption within acute healthcare and those 
factors which represent risks to successful adoption. The theories chosen to assist in 
identifying those factors relevant to acute healthcare have been chosen based on their 
close alignment with the following high-level abstraction of the IT adoption lifecycle 
within acute healthcare – refer to Figure 3.4 below. 
Figure 3.4 - IT Adoption Lifecycle Theory Alignment 
 
Based on our theory discussion and the drivers and barriers identified in the 
previous chapter, we can further refine the above model by identifying the 
influencing factors relevant to each stage of the IT adoption lifecycle – refer to 
Figure 3.5 below. 
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Figure 3.5 - Theory-based Model of IT Adoption Factors in Acute Healthcare 
 
 
The above model depicts the alignment of Institutional Theory with IT 
investment decision making. Factors impacting IT investment decisions are grouped 
into external pressures, internal pressures and clinician versus healthcare manager 
motivators for investment prioritisation. 
The model also depicts the alignment of Sensemaking Theory with the 
implementation of a system, once the investment decision has been made. The 
factors impacting IT implementation within Acute Healthcare are focused around 
clinician attitudes towards the IT solution being implemented. 
Lastly, the model depicts the alignment of Diffusion of Innovation Theory with 
broad system adoption and benefits realisation. Factors impacting on benefits 
realisation are focused around the support mechanisms for broad adoption provided 
by organisations. 
Having identified these high-level groupings of the influencing factors based 
on the above theories, i.e. external pressures, internal pressures and clinician vs 
manager motivations associated with IT investment decision-making; clinician 
attitudes during implementation; and organisational support mechanism for IT 
solution broad adoption, we are now able to summarise all the factors distilled from 
the literature into a table according to these high-level groupings. Table 3.2 below 
summarises the IT Adoption Factors that have been distilled from the literature. 
Included in the table is an indicator as to whether or not, based on the literature 
reviewed, the factor would be a driver of IT adoption in acute healthcare or a barrier 
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to IT adoption within acute healthcare. In relation to support mechanisms for the 
diffusion of innovation, these factors can all be viewed as enablers. 
Table 3.2 – IT Adoption Factors Based on Literature Reviewed 
Institutional Theory 
Factor 
Grouping 
IT Adoption Factors Driver / 
Barrier 
Reference 
External 
Pressures 
Payer incentives for IT adoption Driver Blumenthal (2010) 
Proliferation of medical knowledge beyond human 
cognitive capacity 
Driver Greenhalgh and 
Stones (2010) 
Increasing demand for services  Driver Emanuel et al. 
(2012) 
Patient (healthcare consumer) expectations Driver Pankowska (2004) 
Regulatory pressures for increased patient safety 
and quality of outcomes 
Driver Blumenthal (2010) 
Need for improved communication between 
clinicians relating to patient care 
Driver Bates and Gawande 
(2003) 
External pressure to improve efficiency and reduce 
cost of healthcare 
Driver Killingsworth et al. 
(2006) 
Inability of vendors to expertly implement their 
solutions 
Barrier McGinn et al. 
(2012) 
Maturity and Viability of solution vendors Barrier Sherer (2010) 
Lack of interoperability Between Solutions Barrier Bates and Gawande 
(2003) 
Regulatory and Legislative controls regarding 
patient privacy 
Barrier Ross and Weill 
(2002) 
Internal 
Pressures 
Internal pressure to improve efficiency and reduce 
cost of healthcare 
Driver McGinn et al. 
(2012) 
Staff expectations Driver McGinn et al. 
(2012) 
Lack of consistent work practices making 
application of IT difficult 
Barrier Hannan (1999) 
Inadequate capital funding Barrier Adler-Milstein and 
Bates (2009) 
Concerns about maintenance costs Barrier Jha et al. (2009) 
Unclear benefits / return on investment Barrier Jha et al. (2009) 
Lack of internal IT expertise Barrier Jha et al. (2009) 
Lack of project management maturity Barrier Sherer (2010) 
IT governance maturity Barrier Sherer (2010) 
IT infrastructure capability to support high 
availability 
Barrier Sherer (2010) 
Complexity of IT solution implementation Barrier Adler-Milstein and 
Bates (2009) 
Lack of transparency of full costs of IT Barrier Kumar and Aldrich 
(2010) 
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Factor 
Grouping 
IT Adoption Factors Driver / 
Barrier 
Reference 
Clinician vs 
Manager 
Motivators 
Threat to physician autonomy Barrier Jha et al. (2009) 
Concerns by clinicians about lack of productivity Barrier Adler-Milstein and 
Bates (2009) 
Differences in IT knowledge levels Barrier Bates and Gawande 
(2003) 
Differences in socialisation Barrier Greenhalgh and 
Stones (2010) 
Centralised versus decentralised decision making 
processes 
Barrier Kaissi (2005) 
Broad versus narrow patient focus Barrier Kaissi (2005) 
Efficiency versus risk drivers Barrier Sherer (2010) 
Clinician goals for patient outcomes versus 
organisational goals 
Barrier Kaissi (2005) 
Sensemaking Theory 
Factor 
Grouping 
IT Adoption Factors Driver / 
Barrier 
Reference 
Clinician 
Attitudes 
Resistance to change - including perceived ease of 
use (PEOU) and perceived usability (PU) 
Barrier Sherer (2010) 
Davis (1989) 
Limited exposure to similar systems (lack of IT 
experience in clinical workflow / self-efficacy) 
Barrier Sherer (2010) 
Davis (1989) 
Ability to relate IT function to existing non-IT work 
practice 
Barrier Jensen et al. (2009) 
Ajzen (1991) 
Alignment of software use to expectations of role 
as a clinician 
Barrier Jensen et al. (2009) 
Holden and Karsh 
(2010) 
Ability to adapt the software to local conditions Barrier Berwick (2003) 
Trialability of solutions Barrier Dearing (2008) 
Y. Lee et al. (2003) 
Diffusion of Innovation Theory 
Factor 
Grouping 
Diffusion Support Factors Reference 
Support 
Mechanisms 
Stakeholder engagement Ribbers et al. 
(2002) 
Communication of early adopter outcomes Berwick (2003) 
Preparedness to invest time to allow for the diffusion to 
occur at a pace appropriate for the organisation 
Berwick (2003) 
Clinical Leaders as champions of the solution Dearing (2008) 
Trialability of solutions Dearing (2008) 
Y. Lee et al. (2003) 
Organisational support for decentralised decision making in 
relation to local implementations of the solution 
Kaissi (2005) 
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These factors have been used to construct the Round One survey tool which 
sought to assess these drivers and barriers to IT adoption. The IT adoption factors 
also form the basis for constructing the set of IT Governance Controls that are the 
principal subject of this research. The purpose of the IT Governance Controls is to 
mitigate the risks created by the IT adoption factors. 
Chapter Summary 
This chapter discussed the theories that provide support for addressing the 
primary and secondary research questions. A key factor in IT adoption that has been 
drawn from the literature relates to the differences in motivators for clinician 
decision making, which is generally decentralised in nature and based primarily on 
what is best for patients; versus hospital manager decision making, which is 
generally centralised in nature and based primarily on organisational objectives. 
Based on the review of literature that focused on IT decision making and IT 
adoption in acute healthcare, three theories emerged which appear to complement 
each other – institutional theory, sensemaking theory and diffusion of innovation 
theory. In the context of acute healthcare, these theories help to explain the impact of 
external and internal factors on decision making; more importantly these theories 
help to explain how individuals within an organisation impact on the decision 
making process.  
Within acute healthcare, the different modalities of decision making between 
hospital managers and physicians as described by Kaissi (2005), provides us with a 
key differentiator for acute healthcare that needs to be explicitly addressed as part of 
the approach to IT governance. In addition to this key factor, IT decision making 
within hospitals will also be affected by external and internal influences as supported 
by organisational and institutional theory. 
Once a hospital makes a decision to invest in IT, then the IT governance 
process is far from over. Diffusion of Innovation theory tells us that it is important to 
invest in early adopters including support for a staged model of awareness, 
persuasion, decision, implementation and continuation (Rogers, 1995). Sensemaking 
theory, however, tells us that in order to get a clinician or group of clinicians to the 
point of being successful early adopters, that the clinicians must first undertake the 
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sensemaking journey. If we take this to be true, then a framework of IT Governance 
controls for acute healthcare needs to ensure that there are appropriate checks and 
motivators in the process to improve diffusion of IT adoption within acute healthcare 
organisations. 
The literature supports that there are a number of factors that would appear to 
influence IT decision making and implementation within the acute healthcare setting. 
These factors are a combination of internal and external influences as well as factors 
associated with the social dynamic within acute healthcare, which involves the way 
in which individuals (especially clinicians) interact with each other and with the 
system. 
From the theories assembled, we have been able to construct a model of IT 
adoption factors that are relevant to acute healthcare organisations. These IT 
adoption factors are tested in the Round One survey with the results presented in 
Chapter 5. This list of IT adoption factors is of course not exhaustive and it would be 
reasonable to expect that these factors will constantly evolve as both the external and 
internal environments of delivering acute healthcare services change. 
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Chapter 4: Research Methods and Design 
“Let our advance worrying become advance thinking and planning.” 
 Winston Churchill 
Introduction 
The purpose of this chapter is to describe the Delphi research method that has 
been chosen for this doctoral programme as well as provide a description of the 
research design.  This chapter is broken into four parts: 
 Part A provides an overview of the research approach and the 
appropriateness of the Delphi method for this research; 
 Part B provides a description of the Delphi research method, including the 
background to the method, its application in information systems research, 
perceived weaknesses associated with the method and any data collection 
and analysis issues; 
 Part C provides an overview of the multi-round survey steps that typically 
characterise the Delphi Method; and  
 Part D provides a description of the specific research design undertaken by 
this doctoral programme. 
Part A: Research Approach – An Overview 
Information systems research has its traditions in positivism (Kaplan & 
Duchon, 1988), a quantitative paradigm where phenomena can be reduced to 
empirical measures that represent the truth, ontologically a singular truth, where this 
objective reality exists independent of human perception (Sale, Lohfeld, & Brazil, 
2002).  From an epistemological perspective, this independence of the investigator 
and that being investigated allows phenomena to be studied without being influenced 
by the investigator and without the investigator being influenced by that which is 
being investigated (Sale et al., 2002). 
In contrast, the somewhat polar opposite to quantitative research is that of 
qualitative research, which is based on interpretivism and constructivism, where 
there are multiple realities or multiple truths based on an individual’s construction of 
that reality (Sale et al., 2002). Epistemologically, qualitative research almost 
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surreptitiously taunts quantitative research in that there is no reality other than what 
our minds create and no external referent by which to compare claims of truth (J. K. 
Smith, 1983). According to Smith, in qualitative research the researcher and the 
object of the research are inextricably linked, suggesting that the created reality 
(knowledge) not only does not exist prior to the research but also ceases to exist 
when we no longer focus on it. Such an assertion would naturally raise questions 
about the epistemological value of qualitative research should researchers cease to 
build upon the artefacts of the qualitative research. 
In information systems and information technology research, March and Smith 
(1995) posit that, unlike the natural sciences, we deal with artificial phenomena 
rather than natural phenomena and that these artificial phenomena are artefacts 
(conceptions) designed and built by man to accomplish the purposes of man. Kaplan 
and Duchon (1988) argue that information systems research is context-dependent, 
often involving uncontrolled and unidentified variables and, as such, lends itself to 
quantitative, qualitative and mixed-methods research. 
This doctoral thesis poses the primary research question: What IT Governance 
Controls enhance IT Adoption within the Australian Acute Healthcare Sector? 
Consistent with the definitions of March and Smith (1995), this research is 
attempting to construct artificial phenomena to “accomplish the purposes of man”. 
Accordingly, this doctoral study requires a research method that initially allows the 
researcher to use interpretivism and constructivism to create a version of reality – in 
this case a set of IT governance controls for acute healthcare. This is achieved 
through examination of the extant literature to construct a base set of IT governance 
controls that could be argued to be appropriate for acute healthcare.  
Having proposed a set of IT governance controls in furtherance of the primary 
research question, this research is obligated to establish evidence that the proposed 
IT governance controls are practical in the context of the Australian acute healthcare 
sector. This obligation arises from the need to avoid context-free generalizations in 
information systems research (Kaplan & Duchon, 1988; Johnson & Onwuegbuzie, 
2004). 
A number of qualitative research methods were available for measuring the 
appropriateness of the constructed set of IT governance controls including Survey 
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Method, Action Research and the Delphi Method. Other qualitative research 
methods, such as Case Study and Phenomenography, were deemed inappropriate as 
it was unlikely that all the proposed IT governance controls were available to be 
observed in a single acute healthcare organisation. 
Action Research as a method was also discounted due to its inherent lack of 
impartiality by the researcher (Baskerville & Wood-Harper, 2001) and limited 
opportunity to elicit additional IT governance controls not discovered by the 
literature review. 
The Delphi method, however, which consists of a series of iterative surveys, is 
ideally suited to this research as it was designed to elicit expert opinion in order to 
arrive at a consensus (Dalkey & Helmer, 1963). For this research, expert opinion is 
ideal due to the context-specific nature of the primary research question and the need 
to seek additional IT governance controls not identified from the literature review. 
The Delphi Method also allows the researcher to have the experts rank the IT 
governance controls, which may prove a valuable contribution to practice (Turoff, 
1970). 
The Delphi method has proven popular in information systems research for 
identifying and prioritising issues for management decision-making (Okoli & 
Pawlowski, 2004). This claim is supported by Skulmoski, Hartman, and Krahn 
(2007) who argue that the Delphi method is a flexible research method appropriate 
for a variety of information systems research projects such as determining the criteria 
for prototyping decisions, ranking technology management issues in projects and 
developing a descriptive framework of knowledge manipulation activities. 
Part B: Delphi Method Description 
Background 
The name Delphi comes from an ancient city in Greece that housed the Temple 
of Apollo. This was home to the Pythia, a resident priestess known as the Oracle of 
Delphi, renowned for her prophecies. ‘Project Delphi’ was developed by the Rand 
Corporation in the late 1940’s as a survey technique to extract consensus of opinion 
from a group of experts (Dalkey & Helmer, 1963). The Delphi method was first used 
soon after in the early 1950’s for a military defence project, however its use was not 
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published until the late 1950’s due to the security classification of the project 
(Dalkey & Helmer, 1963). 
In the early 1960’s, post publication of its use in such sensitive military 
projects, the Delphi method use spread rapidly, particularly for technological 
forecasting and the evaluation of complex social systems (Landeta, 2006). 
The Delphi method consists of a series of interactive surveys or questionnaires, 
where each subsequent questionnaire is based on the results of the previous 
questionnaire. According to Rowe and Wright (1999), Delphi is not a method 
intended to challenge traditional statistical or model-based procedures, against which 
human judgement has generally shown to be inferior. Rowe and Wright characterise 
the Delphi method as consisting of four key features: 
 Anonymity of participants, which allows participants to express their 
opinions and judgements privately thereby avoiding undue social pressures 
either from dominant individuals or from a need to conform to the majority. 
The nature of the iterative rounds of the Delphi method also allows the 
anonymous participants to change their opinion without fear of being 
ridiculed by others in the group; 
 Iteration of the survey / questionnaire allowing participants to refine their 
view of the issue at each iteration; 
 Controlled feedback is provided to participants informing them of the 
opinions of their anonymous colleagues in the previous survey round, 
which can then be used to inform their responses to the next survey round; 
and 
 Statistical aggregation of the results are presented to participants as a 
simple, descriptive statistical summary such as mean, median and standard 
deviation, thereby allowing the group judgement to be viewed as an equal 
weighting of the participants. 
 
Purpose  
The Delphi method was conceived to elicit expert opinion to solve a problem. 
Its aim was to obtain consensus of opinion from a group of experts by means of a 
series of questionnaires with controlled opinion feedback (Dalkey & Helmer, 1963). 
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Landeta (2006) posits that the Delphi method is valuable in addressing 
problems inherent in group opinion that involves direct interaction, specifically a 
reduction in the influence of various psychological effects among participants such 
as inhibition and dominant personalities. 
The Delphi method is an appropriate research instrument where there is 
incomplete knowledge about phenomena (Skulmoski et al., 2007). The Delphi 
method is particularly useful when the goal is to improve our understanding of 
problems, opportunities, solutions or to develop forecasts and works equally well in 
both quantitative and qualitative research (Skulmoski et al., 2007). 
In a study by Turoff (1970) which commented on the use of the Delphi method 
in relation to policy development, Turoff asserted that the Delphi method was 
appropriate where one or more of the following objectives exists: 
 To determine or develop a range of possible alternatives; 
 To explore or expose underlying assumptions or information leading to 
differing judgements; 
 To seek information which may generate a consensus of judgment on the 
part of the respondent group; 
 To correlate informed judgements on a topic spanning a wide range of 
disciplines; and/or 
 To educate the respondent group as to the diverse and interrelated aspects 
of the topic. 
Application  
Originally the Delphi method was a group technique that utilised a series of 
survey questionnaires to obtain consensus of opinion from a group of experts 
(Dalkey & Helmer, 1963). Subsequent iterations of the Delphi method have focussed 
less on the need to reach consensus, but rather use the method as a social sciences 
research technique to obtain reliable group opinion using a group of experts 
(Landeta, 2006). 
Skulmoski et al. (2007) cite a number of published information systems 
research articles that have employed the Delphi method, noting that the method has 
proven particularly successful when attempting to identify and rank issues. 
Skulmoski et al. also cite a number of doctoral and masters dissertations that have 
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employed the Delphi method, although they do observe that dissertations utilising 
surveys and interviews greatly outnumbered those utilising the Delphi method. The 
research by Skulmoski et al. included a search of the ProQuest Digital Dissertations 
database which revealed over 280 dissertations that used the Delphi method, noting 
that the majority of these research projects were from the fields of education and 
healthcare. 
Okoli and Pawlowski (2004) also list a number of information systems 
research projects that utilise the Delphi method from which they observe that the 
majority of Delphi studies focussed on forecasting and issue identification / 
prioritisation. Okoli and Pawlowski further noted that the Delphi method had also 
been used for concept / framework development that typically involved a two-step 
process of identification / elaboration of a set of concepts followed by classification / 
taxonomy development. 
In applying the Delphi method it is important to differentiate this technique 
from the traditional survey tool method. Generally the survey method is associated 
with quantitative and qualitative analysis where data from a large number of 
respondents is collected and analysed using statistical techniques. By analysing a 
representative sample of respondents, survey tools seek to discover common 
responses to questions from which generalisations can be made associated with the 
objectives of the study (Gable, 1994).  
A comparison of the traditional survey method with the Delphi method is 
provided by Okoli and Pawlowski (2004) and summarised in Table 4.1 below. 
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Table 4.1 - Comparison of Traditional Survey with Delphi Method from Okoli and Pawlowski 
(2004) 
Criteria Traditional Survey Delphi Study 
Summary of 
procedure 
The researchers design a 
questionnaire with questions 
relevant to the issue of study. There 
are numerous issues concerning 
validity of the questions they must 
consider to develop a good survey. 
The questionnaire can include 
questions that solicit quantitative or 
qualitative data, or both. The 
researchers decide on the population 
that the hypotheses apply to, and 
selects a random sample of this 
population on whom to administer 
the survey. The respondents (who 
are a fraction of the selected random 
sample due to non-response by 
some) fill out the survey and return 
it. The researchers then analyse the 
usable responses to investigate the 
research questions. 
All the questionnaire design issues of 
a survey also apply to a Delphi study. 
After the researchers design the 
questionnaire, they select an 
appropriate group of experts who are 
qualified to answer the questions. 
The researchers then administer the 
survey and analyse the responses. 
Next, they design another survey 
based on the responses to the first 
one and readminister it, asking 
respondents to revise their original 
responses and/or answer other 
questions based on group feedback 
from the first survey. The researchers 
reiterate this process until the 
respondents reach a satisfactory 
degree of consensus. The 
respondents are kept anonymous to 
each other (though not to the 
researcher) throughout the process. 
Representativeness 
of sample 
Using statistical sampling techniques, 
the researchers randomly select a 
sample that is representative of the 
population of interest. 
The questions that a Delphi study 
investigates are those of high 
uncertainty and speculation. Thus, a 
general population, or even a narrow 
subset of a general population, might 
not be sufficiently knowledgeable to 
answer the questions accurately. A 
Delphi study is a virtual panel of 
experts gathered to arrive at an 
answer to a difficult question. Thus, a 
Delphi study could be considered a 
type of virtual meeting or as a group 
decision technique, though it appears 
to be a complicated survey 
Sample size for 
statistical power 
and significant 
findings 
Because the goal is to generalize 
results to a larger population, the 
researchers need to select a sample 
size that is large enough to detect 
statistically significant effects in the 
population. Power analysis is 
required to determine an appropriate 
sample size. 
The Delphi group size does not 
depend on statistical power, but 
rather on group dynamics for arriving 
at consensus among experts. Thus, 
the literature recommends 10–18 
experts on a Delphi panel. 
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Criteria Traditional Survey Delphi Study 
Individual vs. group 
response 
The researchers average out 
individuals’ responses to determine 
the average response for the sample, 
which they generalize to the relevant 
population. 
Studies have consistently shown that 
for questions requiring expert 
judgment, the average of individual 
responses is inferior to the averages 
produced by group decision 
processes; research has explicitly 
shown that the Delphi method bears 
this out. 
Reliability and 
response revision 
An important criterion for evaluating 
surveys is the reliability of the 
measures. Researchers typically 
assure this by pretesting and by 
retesting to assure test-retest 
reliability. 
Pretesting is also an important 
reliability assurance for the Delphi 
method. However, test-retest 
reliability is not relevant, since 
researchers expect respondents to 
revise their responses. 
Construct validity Construct validity is assured by 
careful survey design and by 
pretesting. 
In addition to what is required of a 
survey, the Delphi method can 
employ further construct validation 
by asking experts to validate the 
researcher’s interpretation and 
categorization of the variables. The 
fact that Delphi is not anonymous (to 
the researcher) permits this 
validation step, unlike many surveys. 
Anonymity Respondents are almost always 
anonymous to each other, and often 
anonymous to the researcher. 
Respondents are always anonymous 
to each other, but never anonymous 
to the researcher. This gives the 
researchers more opportunity to 
follow up for clarifications and 
further qualitative data. 
Non-response 
issues 
Researchers need to investigate the 
possibility of non-response bias to 
ensure that the sample remains 
representative of the population. 
Non-response is typically very low in 
Delphi surveys, since most 
researchers have personally obtained 
assurances of participation. 
Attrition effects For single surveys, attrition 
(participant drop-out) is a non-issue. 
For multi-step repeated survey 
studies, researchers should 
investigate attrition to assure that it 
is random and non-systematic. 
Similar to non-response, attrition 
tends to be low in Delphi studies, and 
the researchers usually can easily 
ascertain the cause by talking with 
the dropouts. 
Richness of data The richness of data depends on the 
form and depth of the questions, and 
on the possibility of follow-up, such 
as interviews. Follow-up is often 
limited when the researchers are 
unable to track respondents. 
In addition to the richness issues of 
traditional surveys, Delphi studies 
inherently provide richer data 
because of their multiple iterations 
and their response revision due to 
feedback. Moreover, Delphi 
participants tend to be open to 
follow-up interviews. 
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Hasson, Keeney, and McKenna (2000) caution that careful thought is required 
before using the Delphi method and offers the following checklist for researchers: 
 Clarify the research problem, remember the Delphi technique is a group 
facilitation technique and as such only lends itself to group involvement; 
 Identify the resources available and skills of the researcher in analysis, 
administration and relationship building; 
 Understand the technique's process and decide upon which medium to use 
(electronic or written communication); 
 Decide on the structure of the initial round (either qualitative or 
quantitative) and the number of rounds to employ; 
 Determine the criteria and the definition of `expert' and the meaning of 
`consensus' in relation to the study’s aims; 
 Give careful thought to the sampling criteria employed, the justification of 
a participant as an `expert' and the use of non-probability sampling 
techniques – either purposive sampling or criterion sampling; 
 Give attention to issues which guide data collection: the discovery of 
opinions, the process of determining the most important issues referring to 
the design of the initial round, and the management of opinions analysis 
and handling of both qualitative and quantitative data; 
 Consider how to present the final results in either graphical and/or 
statistical representations with an explanation of how the reader should 
interpret the results, and how to digest the findings in relation to the 
emphasis being placed upon them; and 
 Finally, address issues of ethical responsibility, anonymity, reliability, and 
validity issues in an ongoing manner throughout the data collection 
process. 
Potential Weaknesses 
The Delphi method is not without its critics. Woudenberg (1991) argues that 
the literature provides no evidence that the Delphi method is more accurate than 
other judgement methods such as structured, direct interaction. Woudenberg argues 
that it is generally difficult to evaluate the accuracy of a judgement method and that 
the accuracy of the Delphi method has been falsely inferred from consensus criteria 
based on the dissemination of information to participants. Woudenberg argues to the 
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contrary, that consensus in the Delphi method is achieved principally due to group 
pressure to conformity. 
In a similar review of the Delphi method by Landeta (2006) fifteen years later, 
the study concluded that the Delphi method is a valid research method for forecasting 
and supporting decision-making, and furthermore, that when compared to other 
judgement methods, such as direct interaction, the Delphi method shows positive 
results. 
Landeta (2006) however, does go on to describe a number of significant 
methodological weaknesses. Selection of the experts as the source of information can 
be problematic – what are the criteria that define a professional as an expert and how 
to address potential biases. Hasson et al. (2000) argues that a balance must be struck 
in selecting experts that can be impartial so that the information obtained reflects 
current knowledge, yet also have an interest in the topic. Hasson et al. argues that the 
Delphi method inherently exposes both the researcher and participant to bias. 
According to Adler and Ziglio (1996), experts must fulfil the following 
requirements to participate in a Delphi study: 
 Knowledge and experience with the issues under investigation; 
 Capacity and willingness to participate; 
 Sufficient time to participate; and 
 Effective communication skills. 
 
Other methodological weaknesses identified by Landeta (2006) include: 
 The use of consensus as a method to obtain truth; 
 Limitations of the interaction involved in written and controlled feedback; 
 The impunity that results from anonymity which may lead to irresponsible 
or malicious actions by the experts; 
 The inherent ease of manipulation by the researcher running the study 
based on self-interest; 
 The potential for poorly formulated problem statements and survey 
questions; and 
 the potential for insufficiently analysed results. 
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Landeta (2006) warns of the contrast that exists between the apparent 
simplicity of the Delphi method compared with the actual work and difficulty 
involved with its execution, in particular, securing the expert sample and their 
commitment to each survey round. 
Data Analysis  
The first round of the Delphi technique generally involves the discovery or 
construction of opinions. Consequently this first round survey typically involves 
qualitative analysis techniques where similar items are grouped together (Hasson et 
al., 2000). Subsequent survey rounds, which focus on consensus building, are 
analysed to identify convergence and changes in the group’s judgements or opinions. 
Round Two survey data and subsequent survey round data need to be presented 
to respondents as statistical summaries to support the group decision-making 
principle of anonymity within the Delphi method. Statistical summaries that are 
appropriate to the Delphi model include central tendencies such as mean, median and 
mode (Hasson et al., 2000). 
For the Round One survey undertaken by this research, descriptive statistical 
techniques are used to summarise the data collected and inferential statistical 
techniques are used to draw any potential conclusions from the data. As we move to 
the subsequent survey rounds, we focus on respondents converging opinions and use 
statistical summaries that assist the respondent in formulating their responses for the 
next survey round.  
Part C: Overview of Delphi Method Steps  
The Delphi method process is summarised in Figure 4.1 below. Phase 1 of the 
Delphi Method is a preparatory phase that involves establishing the problem / issue 
statement that is to be conveyed to participants. It is important when establishing the 
expert panel that participants have a good understanding of the objectives of the 
research so as to entice their involvement (Skulmoski et al., 2007). The establishment 
of the expert panel is critical to the efficacy of the Delphi method. The commitment 
of participants to complete each round of the Delphi process will often depend on 
their interest and work-related involvement in the problem being studied (Hasson et 
al., 2000). 
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Figure 4.1 - Delphi Method Phases Overview 
 
Participant selection under the Delphi method generally involves non-
probabilistic sampling techniques such as purposive sampling or criterion sampling, 
where participants are not randomly selected but rather are selected based on the 
researcher’s knowledge of the problem (Hasson et al., 2000). For this research, we 
are using purposive sampling, where the researcher’s knowledge of the population 
has been used to handpick participants.  
Once the expert participants have been established then the first survey tool can 
be issued where the principal purpose of the survey is to establish or construct the 
opinions upon which subsequent survey rounds will be based.  
Phase 2 of the Delphi process is focussed on achieving convergence of 
opinion. The number of survey rounds depends on a number of factors including the 
amount of time available, whether the participant sample is a homogenous or 
heterogeneous sample and how general or specific the research problem 
(Briedenhann & Wickens, 2002). The literature suggests that the traditional Delphi 
method involved four survey rounds (Young & Hogben, 1978), however with a 
number of Delphi variants and applications, the literature suggests that as few as two 
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survey rounds can be successful dependent on the research problem and relevant 
factors as outlined above (Skulmoski et al., 2007). 
The second round survey distils information gathered from the first survey into 
a succinct set of opinions or perhaps suppositions that the respondents can begin to 
assess using techniques such as ranking, the application of a Likert score and/or 
commentary. 
Analysis of this data is then presented back to participants in the subsequent 
survey round to allow further refinement of opinion and so the process continues 
until the researcher is of the view that a consensus has been reached. 
Phase 3 of the Delphi process is the concluding phase once the researcher has 
determined that consensus has been reached. In this phase the researcher draws their 
conclusions and shares the results of the study with the participants. 
Having provided an introduction to the Delphi method and an overview of the 
phases involved in the Delphi process, the final part of this chapter will now detail 
the research design that has been followed for this doctoral programme. 
Part D: This Research Design 
The design of this research must support the research questions posed by this 
doctoral programme as described in Chapter 1: 
 Primary Research Question: What IT Governance Controls enhance IT 
Adoption within the Australian Acute Healthcare Sector? 
 First Research Sub-Question: What is the Extent of IT Adoption within the 
Australian Acute Healthcare Sector? 
 Second Research Sub-Question: What are the Factors Determining IT 
Adoption Risk within the Australian Acute Healthcare Sector? 
This doctoral thesis has employed a four stage programme of work utilising 
literature reviews and the Delphi method for data collection. In summary, the four 
stages that have been executed are as follows: research planning and design 
including a preliminary literature review; establishing a basis for the IT governance 
controls from the literature reviewed and the Round One survey; confirming the IT 
governance controls through subsequent, iterative survey rounds; and finalising the 
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thesis submission, including analysis of findings and preparation for the final 
seminar presentation. This four-stage approach to this doctoral programme is 
illustrated in Figure 4.2 below. 
Figure 4.2 – Overview of Research Design 
 
Stage 1 – Research Planning and Design 
The first stage of this research involves designing the research which includes 
the following steps: 1) initial definition of the research problem; 2) preliminary 
literature review, followed by further refinement of the research problem; and 3) 
production of a research plan including a schedule of activities. 
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The preliminary literature review is particularly important as this task helps to: 
 Synthesise the literature into a summary of what is known and what is not 
known about IT governance in acute healthcare; 
 Critically analyse existing literature and how the literature contributes to 
the research problem as stated; 
 Identify weaknesses in existing literature that help inform ongoing 
research; and 
 Provide a discursive basis for ongoing thesis development.  
As discussed in Chapter 2, the literature review revealed there is scant extant 
research about IT governance in acute healthcare and that IT adoption rates in this 
context are still relatively low, particularly in Australia. The lack of literature 
surrounding IT adoption rates in Australian hospitals provides us with the 
opportunity to explore this question in our first survey round, which would in turn 
address the first of our two research sub-questions: What is the Extent of IT Adoption 
within the Acute Healthcare Sector in Australia? Better data on EMR adoption rates 
in Australia will help support this research and contribute to the literature on this 
topic. 
The first round survey is also the opportunity to address the second of our 
research sub-questions: What are the Factors determining IT Adoption Risk within 
the Acute Healthcare Sector? Data on existing IT governance arrangements together 
with barriers to adoption will help inform the construction of the preliminary set of 
IT governance controls that will then be refined through subsequent iterative survey 
rounds.  
The research plan is developed at the beginning of the doctoral programme 
and, similar to a project plan in project management disciplines, describes the tasks 
to be undertaken during the programme together with target timeframes and task 
dependencies. This project plan continues to be updated throughout the life of the 
programme to reflect adjustments in both the tasks required and the scheduling of 
those tasks. 
Stage 2 – Establish Basis for IT Governance Controls 
The principal objective of Stage 2 is to build an opinion basis for the set of IT 
governance controls that constitute the primary objective of this doctoral programme. 
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Stage 2 – Step 1: Determine Survey Participants 
The Australian acute healthcare Sector comprises in excess of 1,300 acute care 
hospitals (Australian Institute of Health and Welfare, 2015), however, they are 
managed as part of a mix of public and private healthcare ‘systems’. The majority of 
the seven hundred plus public acute hospitals are managed by the six State and two 
Territory Governments that comprise the Commonwealth of Australia. The majority 
of the approximately three hundred private acute care hospitals in Australia are 
managed by a relatively small number of for-profit and non-for-profit organisations. 
Consequently, in the Australian context of acute care facilities, it is feasible to survey 
every acute care organisation. 
For this research, purposive sampling is used in the selection of participants 
based on the researcher’s knowledge of the Australian healthcare sector. This is 
consistent with Skulmoski et al. (2007), who argue that because in a Delphi study 
expert opinion is sought, a purposive sample is needed where people are selected 
because of their expert ability to answer the research questions rather than 
representing the general population. The most desirable expert in relation to IT 
governance is the Chief Information Officer (CIO) of each acute healthcare 
organisation as they would be the top management decision makers who would 
utilize the outcome of the Delphi study (Hsu & Sandford, 2007).  
The researcher at the time of constructing and issuing the Round One survey, 
was himself the CIO of a large not-for-profit acute healthcare organisation that 
operates both public and private hospitals. Holding this position meant that the 
researcher had an established relationship with the CIOs from the majority of both 
public sector and private sector acute healthcare organisation. Consequently, the 
researcher was able to announce and describe the research at one of the regular 
national meetings of hospital CIOs and invite CIOs to participate in the upcoming 
research. 
The private hospital sector CIOs provided in-principle support for the research. 
The public sector CIOs, were also supportive but wanted to consider any concerns in 
participating on a jurisdiction-by-jurisdiction basis. Although there was significant 
follow-up with the Chair of the National (Public) Health CIO Forum, the public 
sector CIOs ultimately opted not to participate in the research. Consequently the 
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research focussed on the private acute healthcare sector, noting that a number of 
these organisations also operated public hospitals under contract to the respective 
State Health Departments. 
Stage 2 – Step 2:  Construct the Round One Survey 
This step involves constructing and issuing the Round One survey, a copy of 
which is available in Appendix A. In constructing the survey, a number of objectives 
were identified. The first objective was to collect data that would assist in 
understanding the size and complexity of the organisation. The rationale for 
collecting this data was to determine if there were any correlators between size and 
complexity of organisation and extent of IT adoption and levels of IT governance. A 
discussion of the survey results concerning this issue can be found in Chapter 7. 
The first four sections of the survey focussed on questions that would provide 
indicators of organisational size and complexity: 
 Section 1 of the survey focussed on size and complexity of operation 
asking questions such as the number of hospitals, inpatient beds, operating 
theatres, birthing suites and intensive and critical care beds; 
 Section 2 of the survey followed up with questions about volume of 
activity, such as total occupied bed days, total inpatient discharges and 
emergency department attendances; 
 Section 3 of the survey asked financial questions with a focus on IT 
operating and capital expenditure as a percentage of total revenue and 
expenditure; and 
 Section 4 of the survey asked questions on staff numbers with a focus on 
percentage of staff that supported IT and health information management. 
The second objective of the Round One survey was to determine the extent of 
IT governance that had been or was planned to be implemented within each 
organisation. These questions were constructed from the literature reviewed covering 
both approaches to IT governance as well as any specific contingencies relating to 
acute healthcare. Consequently, Section 5 of the survey included questions about 
CIO reporting structure and scope of responsibility as well as questions about 
existing IT governance controls such as strategic planning, governance committees, 
project and portfolio management and procurement activities. 
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The third objective of the Round One survey was to specifically address the 
second research sub-question: What are the Factors determining IT Adoption Risk 
within the Acute Healthcare Sector? Consequently, Section 6 of the survey asked 
respondents to use a 10 point Likert scale (numbered 0 to 9) to indicate the extent to 
which they agreed or disagreed with a list of the drivers of IT adoption within acute 
healthcare. Section 7 of the survey used a similar 10 point Likert scale for 
respondents to indicate the extent to which they agreed or disagreed with a list of the 
barriers to IT adoption in acute healthcare. Respondents were also invited to provide 
additional drivers and barriers they thought relevant that were not listed by the 
survey. The list of drivers of adoption and barriers to adoption provided in the survey 
were distilled from the literature review and the theory-based model for determining 
IT adoption factors that was discussed in Chapter 3. 
The fourth and final objective of the Round One survey was to specifically 
address the first research sub-question: What is the Extent of IT Adoption within the 
Acute Healthcare Sector in Australia? Section 8 of the survey takes respondents 
through an extensive list of IT systems and technologies where respondents are asked 
to identify if their organisation had implemented the technology or was planning to 
implement the technology. Where there were no plans to implement the technology 
then the respondents were asked to choose a reason from a pre-defined set of options. 
The structure of the responses to this survey section is summarised in Table 4.2 
below. 
Table 4.2 – Round One Survey – IT Adoption Survey Response Options 
Response Option Description 
In Production Mark this column with an ‘x’ if you have already implemented the technology 
listed even if the technology has not been fully deployed across the entire 
organisation. 
Being Deployed Mark this column with an ‘x’ if you are in the process of implementing the 
technology listed, but are not yet live in production with the technology. 
Not Started Mark this column with an ‘x’ if you intend to implement or refresh the 
technology listed within the next 3 years. 
No Plans Mark this column with an ‘x’ if you have no plans to implement the technology 
listed. 
 Chapter 4: Research Methods and Design 90 
 
Response Option Description 
Reason for No 
Plans 
If you mark an ‘x’ in the “No Plans” column, then use the following legend to 
specify the primary reason why you have no plans to implement the technology 
listed (choose one only): 
A1 – No business/clinical driver or requirement 
A2 – Business/clinical resistance to adoption 
B1 – Unable to justify costs of acquisition or costs of support / maintenance 
B2 – Capital funds not available 
C1 – No viable solution or vendor 
C2 – Viable solution and vendor but unproven in Australian market 
C3 – Viable solution and vendor but insufficient internal IT support/capability 
D1 – Unaware of solution or solution has not been investigated 
To assist respondents in completing this somewhat lengthy section of the 
survey, the systems and technologies were grouped into the categories described in 
Table 4.3 below. 
Table 4.3 - IT Systems and Technologies Categories Used in Survey 
Category Description 
IT Infrastructure Desktop, data centre and network infrastructure technologies 
Health Information 
Management / Hospital 
Admin Functions 
Systems such as patient administration and patient flow systems, 
clinical coding and incident management 
HR Functions HR systems such as payroll, rostering, time and attendance, 
performance management and employee and manager self-service 
Finance Functions Finance systems such as general ledger, procurement, asset 
management, budgeting and clinical costing 
Decision Support / 
Business Intelligence 
Data warehousing, business intelligence reporting and dashboard 
Pathology Laboratory information systems and automated specimen tracking 
Pharmacy In-hospital and retail dispensing systems 
Cardiology Catheter laboratory systems, echo-cardiology and other cardiology 
information systems 
Radiology Radiology information systems together with various imaging modality 
support 
Intensive Care Systems for adult, paediatric and neonatal intensive care 
Emergency Department Clinical system for emergency department patients 
Operating Theatres Clinical systems for pre-operative, peri-operative and post-operative 
processes 
Patient Self-Service 
Systems 
Systems such as online appointment scheduling, pre-surgical (elective) 
admission processing, online bill payment, outpatient appointment 
check-in and inpatient entertainment 
Electronic Medical Record Components of an EMR including computerised physician order entry 
and closed loop medication administration 
Shared Electronic Health 
Record 
Systems for providing external clinicians with access to a patient’s 
health record as well as electronic referral and discharge systems 
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Once constructed, the survey tool was then reviewed and tested by two 
independent reviewers. One of the reviewers was a CIO from a private acute 
healthcare organisation that would be included in the sample population. The other 
reviewer was a researcher from an independent research organisation that focussed 
on eHealth issues in Australia. 
By effectively piloting the survey with the independent reviewers, it was 
possible to then make amendments to the survey tool based on feedback from the 
reviewers to ensure the survey was clear in its intent and structure and that 
respondents would be able to answer all questions. 
Stage 2 – Step 3: Distribute the Round One Survey 
The Round One survey tool was distributed to invited respondents via email. 
The email recipient list was not exposed to the recipients to ensure adherence to the 
principle of anonymity in the Delphi method. 
The Round One survey was attached to the email as a Microsoft Word 
document. Respondents were invited to either complete the survey electronically by 
editing the survey document with their responses or respondents could print the 
survey document and hand write answers. In both cases the respondents were asked 
to return the survey via email – in the case of hand written answers, the respondents 
were asked to scan the document for return via email. 
The covering letter to the Round One survey (also included in Appendix A) 
asked respondents to return the survey within 21 days. Given the busy roles of CIOs 
in hospitals, a number of follow-up emails and phone calls were needed to encourage 
participant completion of the survey.  
Stage 2 – Step 4: Refine Model of IT Governance Controls 
The final step in this phase was to analyse the data collected in the Round One 
survey, more specifically data from Sections 5, 6 & 7 of the survey. These sections 
focused on existing IT governance controls (Section 5) and factors impacting IT 
adoption in acute healthcare (Sections 6 & 7). From this data we were able to refine 
the set of IT governance controls that were then proposed to respondents in the 
Round Two survey. A discussion of the data collected in the Round One survey and 
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how it impacted the construction of the Round Two survey can be found in Chapter 
5. 
Stage 3 – Assess IT Governance Controls 
The next stage of the research begins the process of consensus-building among 
our sample of experts by developing and distributing three additional iterative survey 
rounds. Approximately two years had elapsed between the Round One survey and 
the distribution of the Round Two survey. This allowed time for additional literature 
reviews and to ensure proper analysis of the data captured in the first round survey to 
assist in the construction of the basis of opinion to be confirmed via consensus in the 
subsequent survey rounds. 
Stage 3 – Step 1: Construct the Round Two Survey 
The Round Two survey focussed on presenting a baseline of IT governance 
controls to the purposive sample of experts, asking the respondents to use a 5-point 
Likert scale to rate the importance of each IT governance control. The 5-point Likert 
scale adopted was as follows: 
5 strongly agree that the stated control is critical to effective IT governance within my 
organisation 
4 agree that the stated control is important to effective IT governance within my organisation 
3 neither agree nor disagree that the stated control is important to effective IT governance within 
my organisation 
2 disagree that the stated control is important to effective IT governance within my organisation 
1 strongly disagree that the stated control is important to effective IT governance within my 
organisation 
 
Respondents were provided the opportunity to annotate each rating with 
commentary. Respondents were also provided with an opportunity to list additional 
controls that the respondents believed were important and not included in the 
provided list. 
The list of IT governance controls presented in the Round Two survey (see 
Figure 4.3 below) was assembled using AS/NZS ISO/IEC 38500:2010 as a 
framework and then populating the framework with controls distilled from the 
literature review and the Round One survey results. 
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Figure 4.3 - Round Two survey – List of Presented IT Governance Controls 
ISO 38500 CORE ACTIVITIES (Controls) 
PRINCIPLES Evaluate 
Evaluate the current 
and future use of IT 
Direct 
Direct plans and 
policies to ensure IT 
use meets business 
requirements 
Monitor 
Ensure that IT conforms 
to policies and performs 
against plans 
Responsibility 
Those responsible for IT must have 
the authority to perform the actions 
for which they are responsible thus 
they must also be accountable. 
IT Governance Committee 
CIO Reporting Relationship 
Strategy 
An organisation’s business strategy 
should take into account the current 
and future IT capabilities and 
conversely, the IT strategy should 
reflect the requirements of the 
business strategy. 
Corporate Strategic Plan 
Progress Reporting 
against IT Strategic 
Plan 
IT Strategic Plan 
Business Risk 
Register which 
identifies IT risks 
and business risks 
requiring an IT 
solution 
Business Case for 
IT Investment 
Acquisition 
IT investment decision making 
should be clear and transparent, 
with an appropriate balance 
between cost and opportunity, with 
a clear understanding of risk. 
IT Investment 
Prioritisation 
Framework 
Tender/Contract 
Templates 
Accountability  
Framework for 3
rd
 
Party Suppliers 
Vendor and 
Solution 
Assessment Tools Tender/Contract 
Review Process Assessment of 
Organisational 
Capacity 
Performance 
IT should be fit for purpose 
Ongoing Risk 
Assessment and 
Risk Management 
Resource Allocation 
Process 
Progress Reporting 
on Strategic 
Initiatives 
Benefits Tracking 
Project Steering 
Committees with 
defined Terms of 
Reference 
Project Portfolio 
Reporting 
IT Service Delivery 
KPIs 
Go-Live 
Gatekeeping 
Project Closure 
Reporting 
Post Implementation 
Reviews 
Conformance 
IT should comply with statutory, 
regulatory and contractual 
requirements. 
Audit Program 
IT Policies and 
Procedures 
Internal Audit Review 
Outcomes 
Compliance 
Register 
Staff Training & 
Development 
Progress towards 
Compliance Actions 
Human Behaviour 
Requires IT policies, practices and 
decisions to respect human 
behaviour. 
Review Process for 
relevant 
Frameworks (e.g. 
Project 
Management etc.) 
Change 
Management 
Framework 
Survey Users 
 
Greyed-out controls denote controls not considered by this research as they are less IT 
specific and would be expected to exist as part of general corporate governance controls 
such as risk, audit and procurement processes. 
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A description of each of the above controls (as provided to survey participants) 
is contained in Table 4.4 below together with a mapping of the IT adoption factors 
assembled in Chapter 3. This research posits that the IT governance controls need to 
mitigate the risks inherent in these IT adoption factors. 
Table 4.4 - Round Two survey – Description of IT Governance Controls 
Control Description 
IT Governance 
Committee 
The establishment of an IT Governance Committee is a fundamental element 
of effective decision making (Andriole, 2009; Weill & Ross, 2004). 
IT Adoption Factors addressed: 
 Inadequate capital funding 
 Lack of transparency of full costs of IT costs 
 Unclear benefits / return on investment 
 IT governance maturity 
CIO Reporting 
Relationship 
The reporting relationship of the CIO role within the organisational structure 
can have a significant impact on the effectiveness of the role. In particular, a 
direct reporting relationship to the CEO is considered important for effective 
IT strategy development and execution (Bradley et al., 2012; Ferguson, 
Green, Vaswani, & Wu, 2013). 
IT Adoption Factors addressed: 
 Lack of internal IT expertise 
 IT governance maturity 
IT Strategic Plan The organisation should maintain a detailed IT strategic plan that 
incorporates business requirements (De Haes & Van Grembergen, 2004). 
IT Adoption Factors addressed: 
 Proliferation of medical knowledge beyond human cognitive capacity 
 Increasing demand for services 
 Patient (healthcare consumer) expectations 
 Regulatory pressures for increased patient safety and quality of 
outcomes 
 Need for improved communication between clinicians relating to patient 
care 
 Internal pressure to improve efficiency and reduce cost of healthcare 
 Staff expectations 
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Control Description 
Business Case for IT 
Investment 
All business cases should be able to articulate how they are linked to the 
organisation’s strategic objectives (Whittaker, 1999). 
IT Adoption Factors addressed: 
 Payer incentives for IT adoption 
 External pressure to improve efficiency and reduce cost of healthcare 
 Regulatory and Legislative controls regarding patient privacy 
 Internal pressure to improve efficiency and reduce cost of healthcare 
 Inadequate capital funding 
 Concerns about maintenance costs 
 Unclear benefits / return on investment 
 Complexity of IT solution implementation 
 Lack of transparency of full costs of IT 
 Broad versus narrow patient focus 
 Clinician goals for patient outcomes versus organisational goals 
 Preparedness to invest time to allow for the diffusion to occur at a pace 
appropriate for the organisation 
Progress Reporting 
against IT Strategic 
Plan  
Like any strategic plan, the IT strategic plan should be reported against in 
relation to progress made and/or any changes in direction / priority (Adams, 
Hermalin, & Weisbach, 2008). 
IT Adoption Factors addressed: 
 Lack of internal IT expertise 
 Lack of project management maturity 
 IT governance maturity 
 Lack of transparency of full costs of IT 
 Communication of early adopter outcomes 
IT Investment 
Prioritisation 
Framework 
To facilitate transparent and appropriate decision making for IT investment, 
a prioritisation framework should be implemented which takes into account 
the drivers and barriers/risks to investment (Bardhan, Sougstad, & Sougstad, 
2004).  
IT Adoption Factors addressed: 
 Inadequate capital funding 
 Concerns about maintenance costs 
 Unclear benefits / return on investment 
 IT governance maturity 
 Complexity of IT solution implementation 
 Preparedness to invest time to allow for the diffusion to occur at a pace 
appropriate for the organisation 
Vendor and Solution 
Assessment Tools 
When selecting an IT solution, the solution and the vendor should be 
assessed against appropriate due diligence criteria to ensure the solution is 
fit for purpose and the vendor is viable (Bieber, Richards, & Walker, 2005).  
IT Adoption Factors addressed: 
 Inability of vendors to expertly implement their solutions 
 Maturity and Viability of solution vendors 
 Lack of interoperability Between Solutions 
 Ability to adapt the software to local conditions 
 Trialability of solutions 
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Control Description 
Assessment of 
Organisational 
Capacity 
As part of the decision-making for IT investment, organisational capacity to 
implement and sustain the investment needs to be assessed (Prasad, Heales, 
& Green, 2010).  
IT Adoption Factors addressed: 
 Lack of internal IT expertise 
 Lack of project management maturity 
Risk Management A risk management framework is required to ensure that appropriate risk 
assessments are conducted relevant to the organisation’s IT assets (Prasad, 
Green, & Heales, 2012). 
IT Adoption Factors addressed: 
Applies to all factors. 
Resource Allocation 
Process 
The organisation needs to ensure that sufficient IT resources are allocated to 
meet the needs of the organisation, particularly in regards to new IT 
acquisitions which require significant ongoing support (De Haes & Van 
Grembergen, 2004). 
IT Adoption Factors addressed: 
 Lack of internal IT expertise 
 Lack of project management maturity 
 Clinical Leaders as champions of the solution 
Project Steering 
Committees 
Project steering committees should be established to provide senior 
oversight and governance of project execution to ensure resources are 
properly utilised, risk and issues are dealt with and project objectives are 
met (Lechler & Cohen, 2009).  
IT Adoption Factors addressed: 
 IT governance maturity 
 Complexity of IT solution implementation 
 Centralised versus decentralised decision making processes 
 Broad versus narrow patient focus 
 Efficiency versus risk drivers 
 Clinician goals for patient outcomes versus organisational goals 
 Stakeholder engagement 
 Communication of early adopter outcomes 
 Clinical Leaders as champions of the solution 
 Organisational support for decentralised decision making in relation to 
local implementations of the solution 
Go-Live Gatekeeping Assessment of Go-Live Readiness specifically in the areas of IT Infrastructure, 
Interfacing, IT Operations, Solution Function, Business Operations, Vendor 
Support, etc (Garland, 2009). 
IT Adoption Factors addressed: 
 IT governance maturity 
 IT infrastructure capability to support high availability 
Progress Reporting 
on Strategic 
Initiatives 
All strategic IT initiatives should have their progress reported on a regular 
basis, preferably via project steering committees (Kwak & Ibbs, 2002).  
IT Adoption Factors addressed: 
 Lack of project management maturity 
 Inadequate capital funding 
 IT governance maturity 
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Control Description 
Benefits Tracking Project benefits need to be clearly articulated and tracked throughout the 
project lifecycle (Marshall & McKay, 2003).  
IT Adoption Factors addressed: 
 Differences in IT knowledge levels 
 Efficiency versus risk drivers 
 Communication of early adopter outcomes 
Project Portfolio 
Reporting 
The organisation should establish project portfolio reporting to allow the 
organisation to make project comparisons (De Reyck et al., 2005).  
IT Adoption Factors addressed: 
 Lack of project management maturity 
 IT governance maturity 
 Communication of early adopter outcomes 
Service Delivery KPIs The organisation should establish and report on key IT service delivery key 
performance indicators (Krey, 2010). 
IT Adoption Factors addressed: 
 Lack of internal IT expertise 
 IT infrastructure capability to support high availability 
Project Closure 
Reporting 
Project closure reporting is required to evaluate the conduct of each project 
and the effectiveness of governance arrangements (Kerzner, 2013). 
IT Adoption Factors addressed: 
 Lack of project management maturity 
 IT governance maturity 
 Stakeholder engagement 
Post Implementation 
Review 
Post implementation reviews are required for each project / initiative to 
assess whether the expected benefits have been delivered and whether 
project resources were appropriately utilised (Marshall & McKay, 2003).  
IT Adoption Factors addressed: 
 Lack of project management maturity 
 IT governance maturity 
IT Policies and 
Procedures 
The organisation should establish a set of IT policies and procedures to 
ensure appropriate use and management of IT (Huang, Zmud, & Price, 2010). 
IT Adoption Factors addressed: 
 Lack of project management maturity 
 IT governance maturity 
 Threat to physician autonomy 
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Control Description 
Change Management 
Framework 
A change management framework is required for projects to ensure that 
human factors associated with business change are appropriately dealt with 
(Crawford & Nahmias, 2010). 
IT Adoption Factors addressed: 
 Lack of consistent work practices making application of IT difficult 
 Threat to physician autonomy 
 Concerns by clinicians about lack of productivity 
 Differences in IT knowledge levels 
 Differences in socialisation 
 Resistance to change 
 Limited exposure to similar systems (lack of IT experience in clinical 
workflow) 
 Ability to relate IT function to existing non-IT work practice 
 Alignment of software use to expectations of role as a clinician 
 Stakeholder engagement 
 Communication of early adopter outcomes 
Stage 3 – Step 2: Distribute the Round Two Survey 
The Round Two survey tool was distributed to invited respondents via email in 
April 2014. The email recipient list was not exposed to the recipients to ensure 
adherence to the principle of anonymity in the Delphi method. 
The Round Two survey was attached to the email as a Microsoft Word 
document. Respondents were invited to either complete the survey electronically by 
editing the survey document with their responses or respondents could print the 
survey document and hand write answers. In both cases the respondents were asked 
to return the survey via email – in the case of hand written answers the respondents 
were asked to scan the document for return via email. 
The covering letter to the Round Two survey (included in Appendix B) asked 
respondents to return the survey within seven days as the survey was estimated to 
only take between 15 and 20 minutes to complete. As with the first round survey, 
follow-up emails and phone calls were needed to encourage participant completion 
of the survey round. 
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Stage 3 – Step 3: Analysis of Round Two Survey Data and Construction of 
the Round Three Survey 
From the Round Two survey data, a summary of the IT governance control 
ratings was constructed to present to participants in the Round Three survey. The 
objective of the Round Three survey was to ask the respondents, having been 
provided with data on the ratings for each IT governance control, to rank the IT 
governance controls in order of importance.  
Given the Round Two survey also invited respondents to suggest additional IT 
governance controls, these additional controls were also added to the list for the 
purposes of ranking the controls. In the Round Three survey, these newly added 
controls were clearly identified to respondents.  
The Round Two survey data effectively provided a first pass ranking of the IT 
governance controls based on their rating scores. The objective of the Round Three 
survey was to achieve consensus of this ranking by asking respondents to explicitly 
rank the IT governance controls. The results of the Round Three survey are described 
in Chapter 6. 
Stage 3 – Step 4: Distribute the Round Three Survey 
The Round Three survey tool was distributed to invited respondents via email 
in May 2014. The email recipient list was not exposed to the recipients to ensure 
adherence to the principle of anonymity in the Delphi method. 
The Round Three survey was attached to the email as a Microsoft Word 
document. Respondents were invited to either complete the survey electronically by 
editing the survey document with their responses or respondents could print the 
survey document and hand write answers. In both cases the respondents were asked 
to return the survey via email – in the case of hand written answers the respondents 
were asked to scan the document for return via email. 
The covering letter to the Round Three survey (included in Appendix C) asked 
respondents to return the survey within seven days as the survey was estimated to 
only take between 15 and 20 minutes to complete, similar to the Round Two survey. 
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As with the previous survey rounds, follow-up emails and phone calls were needed 
to encourage participant completion of the survey round. 
Stage 3 – Step 5: Analysis of Round Three Survey Data and Construction 
of the Round Four Survey 
The Round Three survey asked respondents to rank the 25 IT governance 
controls in order of importance from 1 to 25. In the fourth and final survey round, the 
results of the Round Three survey rankings are able to be presented back to the 
respondents.  
The first objective of the fourth and final survey round was to determine 
whether or not the respondent’s organisation had implemented, or was in the process 
of implementing each of the IT governance controls listed. Respondents were asked 
to indicate progress towards implementation of each IT governance control on the 
basis of the following scale: 1 – no plan to implement; 2 – intend to implement; 3 – 
being implemented; or 4 – fully implemented. 
The second objective of the Round Four survey was to determine whether or 
not this study had influenced the organisation in their implementation of the listed IT 
governance controls. Respondents were asked to indicate this based on the following 
scale: 1 – no influence; 2 – some influence; or 3 – significant influence.  
Stage 3 – Step 6: Distribute the Round Four Survey 
The Round Four survey tool was distributed to invited respondents via email in 
June 2014. The email recipient list was not exposed to the recipients to ensure 
adherence to the principle of anonymity in the Delphi method. 
The Round Four survey was attached to the email as a Microsoft Word 
document. Respondents were invited to either complete the survey electronically by 
editing the survey document with their responses or respondents could print the 
survey document and hand write answers. In both cases the respondents were asked 
to return the survey via email – in the case of hand written answers the respondents 
were asked to scan the document for return via email. 
The covering letter to the Round Four survey (included in Appendix D) asked 
respondents to return the survey within 7 days as the survey was estimated to only 
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take between 15 and 20 minutes to complete, similar to the Round Two and Three 
surveys. As with the previous survey rounds, follow-up emails and phone calls were 
needed to encourage participant completion of the survey round. 
Stage 4 – Finalise Thesis Submission 
The objective of the final stage of the doctoral programme is to submit a 
completed thesis. The steps involved in this stage include: 1) completing the thesis 
document by interpreting the research findings, drawing conclusions and providing 
implications for research and practice and submitting the draft thesis for review by 
supervisors; 2) preparing and delivering the final seminar presentation; and 3) 
finalising and submitting the thesis for the purpose of external examination. 
Chapter Summary 
This chapter consists of four parts. Part A begins with an overview of 
information systems research and its origins in positivism (Kaplan & Duchon, 1988). 
Part A then discusses why this research has adopted the Delphi method. Part B of 
this chapter provides a description of the Delphi method including a brief history, its 
purpose, application and weaknesses. Part C of this chapter then provides an 
overview of the Delphi method steps. 
The first three parts to this chapter provide a discussion of the Delphi method 
and its applicability to this research, whereas Part D of this chapter provides a 
detailed description of the specific research design for this doctoral programme. The 
research design describes a four-stage programme of work which is summarised in 
Figure 4.4 below. 
 Chapter 4: Research Methods and Design 102 
 
Figure 4.4 - Summary of Research Design 
 
The following two chapters present the data collected during this research 
programme. The next chapter, Chapter 5, presents the data from the Round One 
survey which is contained within Stage 2 of this research. Chapter 6 presents the data 
from the Rounds Two, Three and Four of the Delphi Study, which is the focus of 
Stage 3 of this research. 
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Chapter 5: Survey Results – Round One 
“It is the mark of a truly intelligent person to be moved by statistics.” 
 George Bernard Shaw 
Introduction 
The purpose of this chapter is to present the data collected from the Round One 
survey. As described in the previous chapter, the objectives of the Round One survey 
were to: 
 Collect data on the size and complexity of the organisation to establish if 
there are any correlators between size and complexity of the organisation 
and extent of IT adoption and levels of IT governance; 
 Determine the extent of IT within each organisation; 
 Determine factors which impact on the adoption of IT within each 
organisation; and 
 Determine the extent to which IT adoption has occurred or was planned to 
occur within each organisation. 
As part of presenting the data from the Round One survey, this chapter will 
provide observations derived from the data.  Data and discussion arising from 
Rounds Two, Three and Four will be presented in Chapter 6. 
Round One Study Sample 
Surveys were issued to thirteen Australian private hospital sector organisations 
in early April 2012. Three organisations choose not to respond – two from the for-
profit sector and one from the not-for-profit sector. Both organisations from the for-
profit sector declined to participate on the grounds of the commercial sensitivity of 
the data being requested.  
Most respondents requested that their identity be kept anonymous in the 
reporting of the Round One survey data. Consequently, each organisation that 
completed the survey has been allocated a letter for identification during the data 
analysis. Participants are listed in Table 5.1 below. 
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Table 5.1 – Round One Survey Recipients 
Hospital 
Group 
Response 
Received 
Not-For-Profit 
Status 
Number of 
Hospitals 
Number of 
Licensed Beds 
Number of 
FTE Staff 
A Yes For Profit 12 1,000-1,500 <2,000 
B Yes Not for Profit 13 >2,000 5,000-10,000 
C Yes Not for Profit 7 1,000-1,500 5,000-10,000 
D Yes Not for Profit 5 < 500 <2,000 
E Yes Not for Profit 3 < 500 <2,000 
F Yes Not for Profit 2 500-1,000 <2,000 
G Yes Not for Profit 5 1,000-1,500 2,000-5,000 
H Yes Not for Profit 1 < 500 <2,000 
I Yes Not for Profit 3 < 500 <2,000 
J Yes Not for Profit 7 1,000-1,500 2,000-5,000 
K No Not for Profit Not disclosed < 500 <2,000 
L No For Profit Not disclosed >2,000 >10,000 
M No For Profit Not disclosed >2,000 >10,000 
Round One Survey Structure 
A sample of the Round One survey, as distributed, can be found in Appendix 
A. A discussion of the survey design can be found in Chapter 4. The survey 
contained eight sections, illustrated in Table 5.2: 
Table 5.2 – Round One Survey Data Collection 
Survey Section Data Collected 
1 Data concerning the size and nature of the organisation, such as the type and size 
of organisation, including broad specification of service types. This data is 
summarised in Table 5.1 above. 
2 Summary data concerning volume of clinical activity 
3 Financial data 
4 Staffing numbers including specific IT and health informatics staffing levels 
5 IT governance arrangements 
6 Drivers of IT adoption 
7 Barriers to IT adoption 
8 Details of current and planned IT adoption across a broad range of categories 
including IT infrastructure, health informatics and administrative systems, HR 
functions, finance functions, decision support / business intelligence systems, 
pathology systems, radiology systems, pharmacy systems, cardiology systems, 
intensive care systems, emergency department systems, operating theatre 
systems, EMR systems, shared electronic health record systems and patient self-
service systems. 
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Within these various sections there exist a number of dependent and 
independent variables. Establishing a functional relationship between dependent and 
independent variables is an important focus of applied behaviour analysis (Peterson, 
Homer, & Wonderlich, 1982). Dependent variables are those whose state is 
dependent on changes in the independent variables. 
Within the survey contained in Appendix A, the majority of the data items 
represent independent variables from which dependent variables may be derived. 
Table 5.3 provides an overview of the potential data correlations that may result from 
the data collected: 
Table 5.3 – Round One Survey Data Potential Data Correlations 
Survey 
Section 
Data Collected Potential Correlations 
1 Organisation Data All Independent variables, however size and complexity of 
operation may be a determinant of IT system needs. 
2 Hospital Activity All Independent variables, however volume of activity may be a 
determinant of IT system needs. 
3 Financial Data It may be possible to establish a relationship between IT adoption 
levels and IT expenditure. 
4 Staffing It may be possible to establish a relationship between IT adoption 
levels and IT staffing levels. 
5 IT Governance It may be possible to establish a relationship between IT adoption 
levels and IT governance capability and maturity. 
6 Drivers of IT 
Adoption 
The set of drivers identified are independent variables designed to 
assess whether organisations are experiencing internal and or 
external pressures to increase IT adoption. 
7 Barriers to IT 
Adoption 
The set of barriers identified are independent variables designed 
to assess whether organisations are experiencing internal and or 
external pressures to be conservative in their IT adoption. 
8 IT Adoption These are largely independent variables to assess the level of IT 
adoption within each organisation. 
 
A discussion of the actual correlations identified from the data collected can be 
found in Chapter 7. In the next section we consider Hospital Activity. 
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Round One Survey, Section 2 Data – Hospital Activity 
The first question asked was in relation to the number of hospital beds, 
including both staffed and unstaffed beds. Staffed beds refers to the number of 
hospital beds available to accept patients which may be less than or equal to the 
number of licensed beds
2
. Unstaffed beds are those beds which are licensed but not 
staffed. Results are depicted in Figure 5.1 below. 
Figure 5.1 – Round One Survey Data – Staffed Beds 
 
 
 
From the above data we can observe that only Organisation B had licensed 
beds not in operation, i.e. being staffed. Number of beds generally indicates size of 
organisation, which in turn may be a determinate of IT system needs – that is the 
bigger the organisation, the more likely the organisation will have sophisticated IT 
systems (Jha et al., 2009).  
                                                 
2
 Each State and Territory in Australia has legislation which licenses private hospitals to 
operate to a maximum bed capacity, hence the term licensed beds. 
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The next question asked respondents to specify volume of theatres and theatre 
cases to determine operating theatre throughput. Operating theatre throughput – the 
average number of theatre cases per operating suite in a year – is often a proxy for 
theatre case complexity, the lower the throughput the more complex the procedure. 
Hospitals with higher patient complexity have been found to more likely have more 
sophisticated IT requirements (Jha et al., 2009) (Kazley & Ozcan, 2007). Results are 
depicted in Figure 5.2 below. 
Figure 5.2 – Round One Survey Data – Operating Theatre Throughput 
 
 
 
From the above data we can observe that organisation F has a noteably higher 
throughput of surgical cases at 5,758 per year, which, combined with their bed 
capacity of 347 beds, would suggest a high proportion of shorter, lower acuity day 
procedure cases that do not require overnight hospitalisation. 
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The next question gathered data in relation to critical care beds. Similar to 
theatre case throughput, the percentage of critical care beds is also an indicator of 
complexity of services. The more critical care beds the higher the complexity 
(acuity) of services. Critical care beds include intensive care units, coronary care 
units and high dependency units. The results are depicted in Figure 5.3 below. 
Figure 5.3 – Round One Survey Data – Critical Care Beds as a % of Total Beds 
 
 
 
From this data we can observe that Hospital C has a noteably higher percentage 
of critical care beds – 12.32%, which is over two times the standard deviation of 2.42 
above the mean of 6.83%. 
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The next survey question asked respondents to provide average length of stay 
data. There are many contributors to average length of stay. According to Martin and 
Smith (1996) factors that impact length of stay include the health status of the 
patient, such as patient age and the care received, and social determinates including 
funding considerations and poverty indicators such as availability of informal care. 
As such length of stay could not be used as a proxy for complexity of services. 
The results from this question are depicted in Figure 5.4 below. 
Figure 5.4 – Round One Survey Data – Average Length of Stay (Days) 
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Round One Survey, Section 3 Data – Financial 
This section of the survey focussed on financial data. The questions within this 
section asked respondents to provide information about IT operating expenditure and 
IT capital expenditure in the context of overall expenditure. The results are depicted 
in Figure 5.5 below. 
Figure 5.5 – Round One Survey Data – IT Expenditure 
 
Organisation C did not provide expenditure data. 
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Round One Survey, Section 4 Data – Staffing 
This section of the survey focussed on IT staffing numbers. The questions 
provide us with the percentage of total Full Time Equivalent (FTE) staff that deliver 
and support IT services within the organisation as a percentage of all staff. The 
results are depicted in Figure 5.6 below. 
Figure 5.6 – Round One Survey Data – IT Staffing as a Percentage of Total Staff 
 
Organisation G did not provide IT staffing data. 
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Round One Survey, Section 5 Data – IT Governance 
This section of the Round One survey focusses on questions relating to IT 
governance controls that had been adopted within each organisation.  
The first question asked respondents to indicate the organisational role that the 
CIO reported to. The results are depicted in Figure 5.7 below. 
Figure 5.7 – Round One Survey Data – CIO Reporting Line 
 
The results in Figure 5.7 are consistent with the most recent Gartner data from 
a 2015 worldwide survey of 2,810 CIOs which reported that 42% of CIOs report to 
CEOs and 21% of CIOs report to CFOs (Gartner, 2015). The survey also asked 
respondents to indicate the scope of responsibility for the CIO role, which is depicted 
in Figure 5.8 below. 
Figure 5.8 – Round One Survey Data – CIO Responsibility 
 
The survey then asked respondents to indicate if their organisation had 
established an IT steering committee and if so the decision-making responsibility of 
the committee. Only one respondent, Organisation F, indicated they did not have an 
IT steering committee. The spread of decision-making responsibility is depicted in 
Figure 5.9 below. 
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Figure 5.9 – Round One Survey Data – IT Steering Committee Decision-Making 
Responsibility 
 
We can observe that less than half (44.4%) of IT steering committees have 
oversight of IT technical decision-making including IT architecture and IT technical 
infrastructure. This may be because organisations have a separate technical 
committee to consider these matters; however, the survey did not ask the respondents 
to elaborate further. This is in contrast to assertions from Ross and Weill (2004) that 
IT governance needs to extend beyond IT investment and prioritisation decisions to 
include operational and technical aspects of IT, namely IT principles, IT architecture 
and IT infrastructure. 
Respondents were then asked to declare if their organisation had a project 
portfolio / management office. Responses are contained in Table 5.4 below. 
Table 5.4 – Round One Survey Data – Project Portfolio Office Established 
Organisation Project Portfolio Office / Project Management Office Established 
A Yes 
B Yes 
C Yes 
D No 
E Yes 
F Yes 
G Yes 
H No 
I No 
J Yes 
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From the responses we see that 70% of organisations have established a project 
portfolio office, which is considered an important IT governance control for 
maximising IT value (De Reyck et al., 2005). 
The survey then asked respondents to indicate if they have the nominated IT 
Frameworks in place that assist with IT governance. Responses are depicted in 
Figure 5.10 below. 
Figure 5.10 – Round One Survey Data – IT Frameworks Established 
 
Three respondents also identified ITIL (Information Technology Infrastructure 
Library) as an adopted framework. ITIL, however, is a framework for IT service 
management rather than IT governance. 
The survey then asked respondents to describe the extent to which the 
organisation established accountability for IT decision making. The following 
questions were asked: 
 Do IT solutions undergo a formal assessment of their suitability against 
organisational requirements prior to purchase? 
 Are IT solution vendors subject to a due diligence process to assess their 
capability and market viability? 
 Is the approval of IT projects subject to a formal business case? 
 Are IT (based) projects, once established, governed by their own steering 
committee? 
 Do IT (based) projects have a project sponsor or business owner who is 
accountable for project benefits who is not the CIO? 
Responses to these questions are depicted in Figure 5.11 below. 
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Figure 5.11 – Round One Survey Data – IT Accountability Controls 
 
Organisation G did not provide a response to the bottom two questions. 
The next part of the survey, within the topic of IT Governance, asked 
respondents to indicate the extent to which clinicians are engaged in the IT solution 
acquisition lifecycle. Responses to these questions are depicted in Figure 5.12 below.  
Figure 5.12 – Round One Survey Data – Clinician Involvement in IT Solution Acquisition 
 
Organisation G did not provide a response to this series of questions. 
From this data we generally see strong engagement of clinicians in IT solution 
acquisition with nearly 90% of organisations either always or usually involving 
clinicians in the various stages of IT solution acquisition. Lack of clinician 
involvement in IT solutions acquisition is seen as a key barrier to successful IT 
adoption in acute healthcare (Bates & Gawande, 2003) (McGinn et al., 2012)  
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Round One Survey, Section 6 Data – Drivers of IT Adoption 
The next part of the survey asked respondents to use a 10-point Likert scale, 
where 0 indicates strongly disagrees and 9 indicates strongly agrees, to indicate 
whether or not they agree that the factors presented are drivers of IT adoption within 
their organisation. A descriptive statistical summary of the responses can be found in 
Table 5.5 and a graphical representation in Figure 5.13 below. The results are listed 
in rank order from highest to lowest. 
Table 5.5 - Round One Survey Data – Perceived Drivers of IT Adoption 
Rank Driver of IT Adoption Mean SD Low High 
1 Internal pressure to improve efficiency and reduce cost of 
healthcare 
7.3 1.4 5.0 9.0 
2 Increasing demand for services 7.0 1.6 4.0 9.0 
3 Staff expectations 6.8 1.2 5.0 9.0 
4 Regulatory pressures associated with improvements in 
patient safety and quality of outcomes 
6.8 1.8 3.0 9.0 
5 Payer (Health Funds or Government) financial incentives 5.6 3.0 0.0 9.0 
6 External pressure to improve efficiency and reduce cost of 
healthcare 
5.2 2.7 0.0 9.0 
7 Proliferation of medical knowledge and evidence-based 
pathways 
5.0 1.3 3.0 7.0 
8 Patient (healthcare consumer) expectations 4.8 1.5 2.0 7.0 
 
Figure 5.13 – Round One Survey Data – Perceived Drivers of IT Adoption 
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From this data we can observe that the strongest perceived driver of IT 
adoption relates to internal pressure to improve efficiency and reduce cost of 
healthcare (𝑥 = 7.3, 𝜎 = 1.4) and the weakest perceived driver of IT adoption is 
healthcare consumer expectation (𝑥 = 4.8, 𝜎 = 1.5). 
Another perspective of this data is to consider the percentage of respondents 
who agreed that the stated factor was a driver of IT adoption. Given the 10-point 
Likert scale of 0 to 9, we have chosen an a priori consensus criterion of a score of 5 
or higher to indicate agreement by the respondent that the factor presented is a driver 
of IT adoption. On this basis, we observe the consensus levels depicted in Table 5.6 
below listed in rank order from highest driver to lowest. 
Table 5.6 – Drivers of IT Adoption Consensus 
Rank Driver of IT Adoption Percentage with a 
Rating of 5 or Higher 
1 Internal pressure to improve efficiency and reduce cost of 
healthcare 
100.0% 
2 Increasing demand for services 88.9% 
3 Staff expectations 100.0% 
4 Regulatory pressures associated with improvements in patient 
safety and quality of outcomes 
88.9% 
5 Payer (Health Funds or Government) financial incentives 66.7% 
6 External pressure to improve efficiency and reduce cost of 
healthcare 
55.6% 
7 Proliferation of medical knowledge and evidence-based pathways 55.6% 
8 Patient (healthcare consumer) expectations 66.7% 
 
From this data we can observe that there is strongest consensus (100%) among 
respondents that both staff expectations and internal pressure to improve efficiency 
and reduce cost are drivers of IT adoption. This is followed closely with 89% of 
respondents agreeing that increasing demands for services and regulatory pressure 
associated with improvements in patient safety and quality of outcomes are also 
drivers of IT adoption. The weakest consensus (55.6%) related to proliferation of 
medical knowledge and evidence-based pathways and external pressure to improve 
efficiency and reduce cost of healthcare. 
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Respondents were also invited to identify additional drivers of IT adoption 
within their organisation which were not listed in the survey. Three organisations 
responded as listed in Table 5.7 below. 
Table 5.7 – Round One Survey Data – Additional Drivers of IT Adoption 
Organisation Additional Barriers Identified 
A New Technologies 
 Information Demand 
E Complexity 
 Patient Safety 
 Perceptions of a modern hospital 
F Innovation 
 
Round One Survey, Section 7 Data – Barriers to IT Adoption 
The next part of the survey asked respondents to use a 10-point Likert scale, 
where 0 indicates strongly disagrees and 9 indicates strongly agrees, to indicate 
whether or not they agree that the listed factors are barriers to IT adoption within 
their organisation. A descriptive statistical summary of the responses can be found in 
Table 5.8 and a graphical representation in Figure 5.14 below. The results are listed 
in rank order from highest to lowest. 
Table 5.8 – Round One Survey Data – Perceived Barriers to IT Adoption 
Rank Barrier to IT Adoption Mean SD Low High 
1 Immature IT Solutions Available from Vendors 6.4 2.2 3.0 9.0 
2 Lack of IT Knowledge by Business/Clinical Managers 6.1 1.9 4.0 9.0 
3 Inadequate Capital 5.6 2.5 0.0 9.0 
4 Physician Resistance 5.6 2.2 2.0 9.0 
5 Inability of Vendors to Expertly Implement their Solutions 5.6 2.2 2.0 8.0 
6 Lack of consistent work practices within organisation 
making application of IT difficult 
5.1 2.3 0.0 9.0 
7 High Maintenance and Support Costs 4.9 2.5 0.0 9.0 
8 Lack of IT Governance Maturity 4.9 2.5 1.0 9.0 
9 Lack of Adequate Stakeholder Engagement in IT Decision 
Making 
4.9 1.8 2.0 9.0 
10 Difficulty Quantifying Return on Investment 4.8 2.5 0.0 8.0 
11 Lack of Project Management Maturity 4.7 2.3 1.0 8.0 
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Rank Barrier to IT Adoption Mean SD Low High 
12 Lack of Interoperability Between Solutions 4.4 2.7 0.0 8.0 
13 Complexity of Implementation of IT Solution 4.4 2.5 0.0 7.0 
14 Lack of a Mature Approach to Benefits Management & 
Realisation 
4.3 2.8 0.0 9.0 
15 Lack of IT Infrastructure to Support High Availability 4.2 2.6 0.0 9.0 
16 Lack of Adequate Internal IT Expertise 3.8 2.7 0.0 8.0 
17 Lack of Mature IT Architecture 3.6 2.5 0.0 9.0 
18 Lack of Transparency Regarding the Full Costs of IT 3.3 2.4 0.0 8.0 
19 Concerns regarding Privacy and Security of Health 
Information 
3.0 2.3 0.0 7.0 
20 Lack of a Defined IT Strategy 2.6 2.1 0.0 7.0 
 
Figure 5.14 – Round One Survey Data – Perceived Barriers to IT Adoption 
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From this data we can observe that the strongest perceived barrier to IT 
adoption relates to immature IT solutions available from vendors (𝑥 = 6.4, 𝜎 =
2.2) and a lack of IT knowledge by business/clinical managers (𝑥 = 6.4, 𝜎 = 1.9); 
whereas the weakest perceived barrier to IT adoption is a lack of a defined IT 
strategy (𝑥 = 2.6, 𝜎 = 2.1). 
As with the Drivers of IT Adoption, we can also depict the level of consensus 
for the Barriers to IT adoption by adopting a similar a priori consensus criterion of a 
score of 5 or higher to indicate agreement by respondents that the factor presented is 
a barrier to IT adoption. The resultant consensus levels are depicted in Table 5.9 
below, listed in rank order from highest barrier to lowest. 
Table 5.9 – Barriers to IT Adoption Consensus Levels 
Rank Barrier to IT Adoption Percentage with a 
Rating of 5 or Higher 
1 Immature IT Solutions Available from Vendors 70.0% 
2 Lack of IT Knowledge by Business/Clinical Managers 70.0% 
3 Inadequate Capital 70.0% 
4 Physician Resistance 80.0% 
5 Inability of Vendors to Expertly Implement their Solutions 70.0% 
6 Lack of consistent work practices within organisation making 
application of IT difficult 
70.0% 
7 High Maintenance and Support Costs 60.0% 
8 Lack of IT Governance Maturity 60.0% 
9 Lack of Adequate Stakeholder Engagement in IT Decision Making 60.0% 
10 Difficulty Quantifying Return on Investment 60.0% 
11 Lack of Project Management Maturity 40.0% 
12 Lack of Interoperability between Solutions 50.0% 
13 Complexity of Implementation of IT Solution 60.0% 
14 Lack of a Mature Approach to Benefits Management & Realisation 40.0% 
15 Lack of IT Infrastructure to Support High Availability 40.0% 
16 Lack of Adequate Internal IT Expertise 40.0% 
17 Lack of Mature IT Architecture 30.0% 
18 Lack of Transparency Regarding the Full Costs of IT 30.0% 
19 Concerns regarding Privacy and Security of Health Information 30.0% 
20 Lack of a Defined IT Strategy 20.0% 
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We can conclude from this consensus data that physician resistance had the 
highest level of consensus with 80% of respondents agreeing this was a barrier to IT 
adoption. This recognition of the importance of clinician / physician involvement in 
IT adoption is reflected in the high levels of clinician engagement discussed earlier 
with nearly 90% of organisations either always or usually involving clinicians in the 
various stages of IT solution acquisition.  
Physician resistance as a barrier to IT adoption was closely followed by the 
following factors having a 70% consensus level: inadequate capital; lack of 
consistent work practices within organisation making application of IT difficult; 
immature IT Solutions Available from Vendors; Inability of Vendors to Expertly 
Implement their Solutions; and Lack of IT Knowledge by Business/Clinical 
Managers. The weakest consensus (20%) related to a lack of a defined IT strategy. 
Respondents were also invited to identify additional barriers to IT adoption 
within their organisation which were not listed in the survey. No additional barriers 
were identified. 
Round One Survey, Section 8 Data – IT Adoption  
The next part of the survey sought to identify the extent to which IT has been 
adopted or is planned to be adopted within each organisation. Respondents were 
presented with a series of questions grouped into the following headings: 
 IT Infrastructure 
 Health Information Management/Admin Functions (systems) 
 HR Functions (systems) 
 Finance Functions (systems) 
 Decision Support / Business Intelligence (systems) 
 Pathology (systems) 
 Pharmacy (systems) 
 Cardiology (systems) 
 Radiology (systems) 
 Intensive Care (systems) 
 Emergency Department (systems) 
 Operating Theatre (systems) 
 Patient Self-Service (systems) 
 Electronic Medical Record (EMR) (systems) 
 Share Electronic Health Record (systems) 
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For each technology listed within each of the above groupings, respondents 
were asked to respond according to the criteria listed in Table 5.10 below. 
Table 5.10 – Round One IT Adoption Survey Response Options 
Response Option Description 
In Production Mark this column with an ‘x’ if you have already implemented the technology 
listed even if the technology has not been fully deployed across the entire 
organisation. 
Being Deployed Mark this column with an ‘x’ if you are in the process of implementing the 
technology listed, but are not yet live in production with the technology. 
Not Started Mark this column with an ‘x’ if you intend to implement or refresh the 
technology listed within the next 3 years. 
No Plans Mark this column with an ‘x’ if you have no plans to implement the technology 
listed. 
Reason for No 
Plans 
If you mark an ‘x’ in the “No Plans” column, then use the following legend to 
specify the primary reason why you have no plans to implement the technology 
listed (choose one only): 
A1 – No business/clinical driver or requirement 
A2 – Business/clinical resistance to adoption 
B1 – Unable to justify costs of acquisition or costs of support / maintenance 
B2 – Capital funds not available 
C1 – No viable solution or vendor 
C2 – Viable solution and vendor but unproven in Australian market 
C3 – Viable solution and vendor but insufficient internal IT support/capability 
D1 – Unaware of solution or solution has not been investigated 
 
The results for each of the IT adoption questions are now presented. The first 
grouping relates to IT infrastructure. Results for this grouping are depicted in Figure 
5.15 below. 
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Figure 5.15 – Round One Survey Data – IT Infrastructure Adoption 
 
From this data we can observe that take up of RFID technologies is relatively 
low with the majority of organisations (67.5%) indicating no plans to implement, 
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citing either A1 – No business/clinical driver or requirement or B1 – Unable to 
justify costs of acquisition or costs of support / maintenance. 
Of those indicating No Plans for the adoption of specific IT Infrastructure 
technologies, the reasons provided by respondents are listed in Table 5.11 below.  
Table 5.11 – Round One Survey Data – Reasons for Non-Adoption of IT Infrastructure 
Technologies 
 Organisation 
Infrastructure Technology A B C D E F G H I J 
Server Virtualisation - - - - - - - - - - 
Storage Virtualisation - - - - - - - - - - 
Desktop Virtualisation - B1 - - - - - A1 D1 - 
IP Telephony - - - - - - - - B1 - 
Smartphone Support - - - - - - - - - - 
Wireless Network (802.11a/b/g/n) - - - - - - - - - - 
Wired Network – 1Gb to the Desktop - - - - - - - A1 - - 
Wired Network – 10Gb to the Desktop - B1 A1 B2 - B1 - A1 A1 A1 
RFID for Asset tracking A1 B1 B2 A1 - - D1 - B1 A1 
RFID for Patient Tracking A1 B1 - A1 - B1 D1 - B1 A1 
RFID for Mother-Baby Matching A1 B1 - A1 - B1 D1 - B1 A1 
RFID for Temperature Monitoring A1 B1 - - - A1 D1 - B1 A1 
Bar Coding technology - - - - - - - - - - 
Open Source platforms / technologies - - - - - A1 - - - - 
Thin client - B1 - - - - - - - - 
Web-enabled business transactions - B1 - - - - - - - - 
Voice activated communications A1 B1 - - - A1 - - - - 
Automated alerts/paging - B1 - - - - - - - - 
Firewall - - - - - - - - - - 
Email Server - - - - - - - - - - 
Email Encryption - - - - - - - - D1 - 
Secure Messaging to External Parties - - - - - - - - - - 
HL7 Interface Engine - - - - - - - - - - 
Corporate Intranet - - - - - - - - - - 
Intranet Content Management  - - - - - - A1 - - - 
Document Management  - - - - - - A1 - - - 
Single Sign-On / Identity Management A1 - - - - - - - - - 
 
From this data we can observe that the predominant reason for no plans to 
implement the technology relate to either A1 – No business/clinical driver or 
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requirement or B1 – Unable to justify costs of acquisition or costs of support / 
maintenance. 
The next grouping of IT adoption questions related to Health Information 
Management (HIM) functions and patient administration functions. Results for this 
grouping are depicted in Figure 5.16 below. 
Figure 5.16 – Round One Survey Data – HIM/Admin Systems Adoption 
 
Of those indicating No Plans for the adoption of specific Health Information 
Management / Patient Administration Systems, the reasons provided are listed in 
Table 5.12 below.  
 
Table 5.12 – Round One Survey Data – Reasons for Non-Adoption of HIM/Admin Systems 
 Organisation 
HIM/Admin Systems A B C D E F G H I J 
ADT / Patient Administration - - - - - - - - - - 
Bed Flow Management  - - - - - - - - - - 
Patient Meal Ordering  - - - - - - - - - - 
Encoder System for Clinical Coding - - - A1 - - - - - - 
Digital Dictation (Server Based) - A1 - A1 - A1 - - - - 
Dictation with Voice Recognition - A1 - A1 - A1 - - D1 - 
Risk Management  - - - - - - - - - - 
Clinical Incident Management  - - - - - - - - - - 
Complaints / Feedback Management - - - - - - - - - - 
 
From this data we observe that the predominant reason for no plans to 
implement these systems relate to A1 – No business/clinical driver or requirement. 
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The next grouping of IT adoption questions related to human resource 
management systems. Results for this grouping are depicted in Figure 5.17 below. 
Figure 5.17 – Round One Survey Data – Human Resource Systems Adoption 
 
Of those indicating No Plans for the adoption of specific HR systems, the 
reasons provided are listed in Table 5.13 below. 
Table 5.13 – Round One Survey Data – Reasons for Non-Adoption of HR Systems 
 Organisation 
Human Resource Systems A B C D E F G H I J 
Payroll  - - - - - - - - - - 
Rostering with Award Interpretation - A1 - - - - - - - - 
Time & Attendance  - A1 - - A1 - - - - - 
Recruitment  - - - - - - - - - - 
Performance / Talent Management  - A1 - - - - - - - - 
Learning Management  - B2 - - - - - - - - 
Employee Self-Service  - B2 - - - - - - - - 
Manager Self-Service  - B2 - - - A1 - - - - 
 
From this data we observe that the reasons for no plans to implement these 
systems relates to A1 – No business/clinical driver or requirement and B2 – Capital 
funds not available. 
The next grouping of IT adoption questions related to financial management 
systems. Results for this grouping are depicted in Figure 5.18 below. 
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Figure 5.18 – Round One Survey Data – Finance Systems Adoption 
 
As can been seen from the results, all organisations have, or plan to have these 
finance systems. 
The next grouping of IT adoption questions relates to business intelligence and 
decision support systems. Results for this grouping are depicted in Figure 5.19 
below. 
Figure 5.19 – Round One Survey Data – Decision Support / BI Systems Adoption 
 
As with the finance systems, all organisations have, or plan to have these 
decision support / business intelligence systems. 
The next grouping of IT adoption questions related to pathology systems. 
Results for this grouping are depicted in Figure 5.20 below. 
Figure 5.20 – Round One Survey Data – Pathology Systems Adoption 
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Although not explicit in the responses, the likely reason for the relatively low 
response rate for pathology systems is that private hospitals traditionally outsource 
pathology services to third party providers. 
The next grouping of IT adoption questions related to pharmacy systems. 
Results for this grouping are depicted in Figure 5.21 below. 
Figure 5.21 – Round One Survey Data – Pharmacy Systems Adoption 
 
Two organisations (F and G) indicated they had no plans to implement Retail 
Dispensing systems citing the reason A1 - No business/clinical driver or 
requirement. 
The next grouping of IT adoption questions related to cardiology systems. 
Results for this grouping are depicted in Figure 5.22 below. 
Figure 5.22 – Round One Survey Data – Cardiology Systems Adoption 
 
Of those indicating No Plans for adoption of specific Cardiology systems, the 
reasons provided are listed in Table 5.14 below. It should be noted, that cardiology 
systems would naturally only apply to those hospitals offering specialised cardiology 
services. 
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Table 5.14 – Round One Survey Data – Reasons for Non-Adoption of Cardiology Systems 
 Organisation 
Cardiology Systems A B C D E F G H I J 
Catheterisation Lab System - - - - - - - - - - 
Echo-cardiology System - - - - - - - - A1 - 
Intravascular Ultrasound - - A1 - - - - - A1 - 
Cardiology Information System - - - - - A1 - - - - 
Nuclear Cardiology - - A1 - - A1 - - A1 - 
Cardiology Images can be viewed outside of 
Cardiology 
- - - - - - - - - - 
Cardiology Images can be viewed remotely 
(i.e. external to the organisation’s network) 
- - - - - - - - - - 
 
From this data we observe that the only reason for no plans to implement these 
systems relates to A1 – No business/clinical driver or requirement. 
The next grouping of IT adoption questions related to radiology systems. 
Results for this grouping are depicted in Figure 5.23 below. 
Figure 5.23 – Round One Survey Data – Radiology Systems Adoption 
 
 
0 1 2 3 4 5 6 7 8 9 10 11
Radiology Information System
Digital Radiography (DR)
Angiography
Digital Fluoroscopy
Digital Mammography
Magnetic Resonance Imaging (MRI)
CT (Computed Tomography) – Single Source 
CT – Dual Source 
Positron Emission Tomography (PET)
Ultrasound
Digital PACS (Picture Archiving and…
PACS Images can be viewed outside…
PACS Images can be viewed remotely (i.e.…
In Production Being Deployed Planned, but Not Started No Plans No Response
 131 Chapter 5: Survey Results – Round One 
 
As with pathology systems, traditionally private hospitals outsource radiology 
services to commercial third parties, which may account for the relatively low 
response rate to this group of questions. 
The two responses that indicated no plans to implement were both from 
Organisation C, citing reason B1 – Unable to justify costs of acquisition or costs of 
support / maintenance. 
The next grouping of IT adoption questions related to intensive care systems. 
Results for this grouping are depicted in Figure 5.24 below. 
Figure 5.24 – Round One Survey Data – Intensive Care Systems Adoption 
 
Of those indicating No Plans for the adoption of Intensive Care systems, the 
reasons provided are listed in Table 5.15  below.  
Table 5.15 – Round One Survey Data – Reasons for Non-Adoption of Intensive Care Systems 
 Organisation 
Intensive Care Systems A B C D E F G H I J 
Adults ICU Clinical Information System - - - A1 - A1 - - - - 
Paediatric ICU Clinical Information System - - - A1 - A1 - - A1 A1 
Neonatal ICU Clinical Information System - - - A1 - A1 - - A1 A1 
 
From this data we observe that the only reason for no plans to implement these 
systems relates to A1 – No business/clinical driver or requirement. 
The next IT adoption question related to emergency department systems. 
Results for this grouping are depicted in Figure 5.25 below. 
Figure 5.25 – Round One Survey Data – Emergency Department Systems Adoption 
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Two organisations (D and J) indicated they had no plans to implement 
Emergency Department systems as there was no business / clinical driver or 
requirement. Organisations D, G, H and I specified that they do not operate an 
Emergency Department. 
The next grouping of IT adoption questions related to operating theatre 
systems. Results for this grouping are depicted in Figure 5.26 below. 
Figure 5.26 – Round One Survey Data – Operating Theatre Systems Adoption 
 
The three responses that indicated no plans to implement were all from 
Organisation I, citing reason A1 - No business/clinical driver or requirement. 
The next grouping of IT adoption questions related to patient self-service 
systems. Results for this grouping are depicted in Figure 5.27 below. 
Figure 5.27 – Round One Survey Data – Patient Self-Service Systems Adoption 
 
Of those indicating No Plans for the adoption of Patient Self-Service systems, 
the reasons provided are listed in Table 5.16 below.  
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Table 5.16 – Round One Survey Data – Reasons for Non-Adoption of Patient Self-Service 
Systems 
 Organisation 
Patient Self-Service Systems A B C D E F G H I J 
Online Appointment Scheduling - - - - - A1 A1 - A1 - 
Online Pre-Admission Processing - - - - - - - - - - 
Online Bill Payment - - - A1 - - - - A1 - 
Hospital Kiosks for Clinic Appointment 
Registration 
- - - - - - A1 - A1 A1 
Hospital Kiosks for Admission Registration - - - A1 - - A1 - A1 A1 
Touch Screen Patient Entertainment System - - - - - A1 - - A1 - 
 
From this data we observe that the only reason for no plans to implement these 
systems relates to A1 – No business/clinical driver or requirement. 
The next grouping of IT adoption questions related to EMR systems. Results 
for this grouping are depicted in Figure 5.28 below. 
Figure 5.28 – Round One Survey Data – EMR Systems Adopt 
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Of those indicating No Plans for the adoption of EMR systems, the reasons 
provided are listed in Table 5.17 below.  
Table 5.17 – Round One Survey Data – Reasons for Non-Adoption of EMR Systems 
 Organisation 
EMR Systems A B C D E F G H I J 
CPOE – Radiology Orders – no decision support - - - A1 - - - - - - 
CPOE – Radiology Orders – with decision support - - - A1 - A1 - - A1 - 
CPOE – Pathology Orders – no decision support - - - A1 - - - - - - 
CPOE – Pathology Orders – with decision support - - - - - A1 - - A1 - 
CPOE – Medication Orders – no decision support - - - - - - - - - - 
CPOE – Medication Orders – with decision support - - - - - A1 - - A1 - 
CPOE (Other) - - - - - - - - - - 
Closed Loop Medication Administration (CLMA) - - - - - A1 - - - A1 
CLMA using Barcodes / RFID - - - - - A1 - - A1 A1 
Automated Dispensing Machines / Electronic Drug 
Cabinets 
- - B1 A1 - - A1 - A1 B1 
Clinical Data Repository - - - - - - - - A1 A1 
Clinical Decision Support Engine - - - - - A1 - - A1 A1 
Clinical Workflow Engine - - - - - A1 - - - A1 
Electronic Physician Documentation - - - A1 - - - - - A1 
Electronic Nursing Documentation - - - - - - - - - A1 
Shift-handover Documentation  - - - - - - - - - A1 
Clinical Portal - - - A1 - - - - - - 
Central Monitoring for bedside monitoring devices - - - - - - - - D1 A1 
 
From this data we observe that the predominant reason for no plans to 
implement these systems relate to A1 – No business/clinical driver or requirement. 
The next grouping of IT adoption questions related to Shared Electronic Health 
Record (EHR) systems. Results for this grouping are depicted in Figure 5.29 below. 
Figure 5.29 – Round One Survey Data – Shared EHR Systems Adoption 
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Of those indicating No Plans for the adoption of Shared Electronic Health 
Record (EHR) systems, the reasons provided are listed in Table 5.18 below.  
Table 5.18 – Round One Survey Data – Reasons for Non-Adoption of Shared EHR Systems 
 Organisation 
Shared EHR Systems A B C D E F G H I J 
External Clinician Portal access to EHR - - - - - A2 - - D1 - 
Patient Portal access to EHR - - - - - A1 - - D1 A1 
Electronic Referrals System - - - - - - - - - - 
Electronic Discharge Summary - - - - - - - - - - 
 
From this data we observe a mix of reasons for not implementing shared EHRs 
including A1 – No business/clinical driver or requirement, A2 – Business/clinical 
resistance to adoption and from Organisation I citing reason D1 – Unaware of 
solution or solution has not been investigated. 
Chapter Summary 
This chapter provides descriptive statistics for results from the Round One 
survey, which collected data on the size and complexity of the organisation, current 
IT governance arrangements, the factors which impact on the drivers of, and barriers 
to, IT adoption within each organisation and 113 questions to analyse current and 
planned adoption of both clinical and non-clinical IT solutions. 
The results of respondent assessments of drivers of, and barriers to, IT adoption 
were used in the construction of IT governance controls in the Round Two survey. 
Chapter 7 provides a detailed discussion of the results as they relate to the 
research questions proposed by this thesis, including some inferential statistics based 
on correlators of IT adoption levels. 
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Chapter 6: Survey Results - Rounds Two, Three 
and Four 
“A genuine leader is not a searcher for consensus but a moulder of consensus.” 
 Martin Luther King, Jr. 
Introduction 
The chapter presents data from the Round Two, Three and Four surveys of the 
Delphi study which focussed on consensus building around the IT governance 
controls proposed by this research. 
Response rates for the three consensus survey rounds are summarised in Table 
6.1 below. 
Table 6.1 – Rounds Two, Three and Four Survey Responses 
Hospital 
Group 
Not-For-Profit Status Round Two 
Response 
Round Three 
Response 
Round Four 
Response 
A For Profit    
B Not for Profit  No No 
C Not for Profit No No No 
D Not for Profit    
E Not for Profit   No 
F Not for Profit   No 
G Not for Profit No No No 
H Not for Profit   No 
I Not for Profit    
J Not for Profit    
K Not for Profit No No No 
L For Profit    
M For Profit  No No 
In addition to the 13 original Round One surveyed organisations, an additional 5 
organisations were approached: 
N Not for Profit    
O Not for Profit   No 
P For Profit   No 
Q Not for Profit No No No 
R Not for Profit No No No 
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Round Two Survey 
For the Round Two survey there were 12 responses as per Table 6.1. The 
experience of the respondents is summarised in Figure 6.1 and Figure 6.2. 
Figure 6.1 – Round Two Survey Data – Years Respondents Have Been in Current (CIO) Role 
 
Figure 6.2 – Round Two Survey Data – Years Respondents Have Been in Healthcare 
 
The respondents had an average tenure of 8.5 years as CIO, which compares 
favourably with a study by Dawson, Ho, and Kauffman (2015) which revealed the 
average tenure of a CIO in the U.S. was under 4 years. 
In this the second round of the Delphi Study, respondents were presented with 
a list of IT governance controls and asked to rate each control based on a 5-point 
Likert scale illustrated in Table 6.2: 
Table 6.2- Round Two Survey - IT Governance Controls 5-Point Likert Scale 
5 strongly agree that the stated control is critical to effective IT governance within my 
organisation 
4 agree that the stated control is important to effective IT governance within my organisation 
3 neither agree nor disagree that the stated control is important to effective IT governance 
within my organisation 
2 disagree that the stated control is important to effective IT governance within my organisation 
1 strongly disagree that the stated control is important to effective IT governance within my 
organisation 
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A descriptive statistical summary of the responses can be found in Table 6.3 
and a graphical representation in Figure 6.3 below. The results are listed in rank 
order from highest to lowest. 
Table 6.3– Round Two Survey Data – Summary of IT Governance Control Ratings 
Rank IT Governance Control Mean SD Min Max 
1 CIO Reporting Relationship 4.67 0.47 4.0 5.0 
2 IT Strategic Plan 4.67 0.47 4.0 5.0 
3 Project Steering Committees 4.67 0.47 4.0 5.0 
4 Business Case for IT Investment 4.50 0.50 4.0 5.0 
5 Progress Reporting against IT Strategic Plan 4.42 0.64 3.0 5.0 
6 Progress Reporting on Strategic Initiatives 4.25 0.60 3.0 5.0 
7 IT Policies and Procedures 4.25 0.60 3.0 5.0 
8 Risk Management 4.25 0.43 4.0 5.0 
9 Post Implementation Review 4.17 0.80 3.0 5.0 
10 Change Management Framework 4.17 0.80 3.0 5.0 
11 IT Investment Prioritisation Framework 4.08 0.86 2.0 5.0 
12 Vendor and Solution Assessment Tools 4.08 0.76 3.0 5.0 
13 Assessment of Organisational Capacity 4.08 0.76 3.0 5.0 
14 Benefits Tracking 4.08 0.64 3.0 5.0 
15 IT Governance Committee 4.00 1.29 1.0 5.0 
16 Go-Live Gatekeeping 3.92 0.86 2.0 5.0 
17 Project Portfolio Reporting 3.92 0.76 3.0 5.0 
18 Service Delivery KPIs 3.92 0.76 2.0 5.0 
19 Resource Allocation Process 3.75 0.83 2.0 5.0 
20 Project Closure Reporting 3.67 0.75 2.0 5.0 
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Figure 6.3 – Round Two Survey Data – Summary of IT Governance Control Ratings 
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As with the Likert scale ratings for drivers of, and barriers to, IT adoption, 
another perspective of this data is to consider the percentage of respondents that 
agreed that the stated IT governance control is important. Given the simplified 5-
point Likert scale, we have chosen a priori criterion of a rating of 4 or 5 to indicate 
agreement by respondents that the IT governance control is important. Based on this 
criterion we can observe the consensus levels depicted in Table 6.4 below together 
with the mean rating score and standard deviation, listed in rank order from highest 
to lowest.  
Table 6.4 - Round Two Survey Data - Governance Controls Ratings and Consensus 
Rank IT Governance Control Consensus 
1 CIO Reporting Relationship 100.0% 
2 IT Strategic Plan 100.0% 
3 Project Steering Committees 100.0% 
4 Business Case for IT Investment 100.0% 
5 Progress Reporting against IT Strategic Plan 91.7% 
6 Progress Reporting on Strategic Initiatives 91.7% 
7 IT Policies and Procedures 91.7% 
8 Risk Management 100.0% 
9 Post Implementation Review 75.0% 
10 Change Management Framework 75.0% 
11 IT Investment Prioritisation Framework 83.3% 
12 Vendor and Solution Assessment Tools 75.0% 
13 Assessment of Organisational Capacity 75.0% 
14 Benefits Tracking 83.3% 
15 IT Governance Committee 75.0% 
16 Go-Live Gatekeeping 75.0% 
17 Project Portfolio Reporting 66.7% 
18 Service Delivery KPIs 83.3% 
19 Resource Allocation Process 66.7% 
20 Project Closure Reporting 66.7% 
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We can observe from this consensus data that there was consensus from the 
respondents that all IT governance controls listed are important to effective IT 
governance. The strongest consensus (100%) related to the following IT governance 
controls: CIO reporting relationship; IT strategic plan; business case for IT 
investment; risk management; and project steering committees. This high level of 
consensus of the importance of these controls is also supported by their high average 
rating scores as listed in Table 6.4 above.  
The weakest consensus (66.7%) related to the following IT governance 
controls: resource allocation process; project portfolio reporting; and, project 
closure reporting. These lower consensus levels are also supported by their lower 
average rating scores as listed in Table 6.4 above. 
Respondents also had the opportunity to provide comments against each rating. 
Comments received are listed in Table 6.5 below. A discussion regarding these 
comments is provided in Chapter 7. 
Table 6.5 – Round Two Survey Data – Comments against Ratings 
IT Governance Control Rating 
Given 
Comments Provided 
IT Governance 
Committee 
2 Whilst I would always support the need for a formal 
committee, have found that we have been able achieve the 
same result via senior relationships, discussions and annual 
agreement on major projects 
5 Multi-disciplinary executive input 
4 I believe that having an IT Governance Committee is a critical 
factor to attaining effective IT Governance however I find 
that Committee members don’t always participate to the full 
extent that they should therefore making this control not 
always as effective as it could be. 
3 Currently done by the Exec team 
4 With the recent national restructure it is too early to see how 
the IT governance will perform.  Unsure if Group CEO will be 
a member of the IT Steering Committee.  The new Functional 
divisions CEO’s (Public, Private, Aged Care) are on the IT 
governance committee.  It is unclear how the Divisions will 
work together but I’m optimistic. 
CIO Reporting 
Relationship 
5 The current reporting relationship is limiting value add 
4 Requires broad executive relationships with peers 
5 Essential to have the CEO engaged and committed to IT 
Strategy. 
4 CIO (reports) does NOT report to the CEO.   
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IT Governance Control Rating 
Given 
Comments Provided 
IT Strategic Plan 5 Noticeable at the moment as previous plan has expired 
5 For reference and communication 
5 End goal of our strategic planning methodology is the 
creation of a permanent strategic planning process that 
includes a governance model and an overall goal of business 
/ IT alignment. 
4 Tries to match business strat (strategic) plan, moving target 
4 Much better now Board has a National view of IT strategy 
and investments. 
Business Case for IT 
Investment 
5 Process important for us to objectively analyse the various 
available solutions and ensure our recommendations fit with 
the overall business goals. 
4 Getting better as National Exec have to sign off IT 
investments where State use to be able to convince 
themselves and approve local State investments. 
Progress Reporting 
against IT Strategic Plan  
4 Ensuring continuous alignment 
3 Being implemented 
4 Getting better now the Board has a view of ALL States IT 
investments. 
IT Investment 
Prioritisation Framework 
3 A prioritisation framework exists but it assumes information 
is known when prioritising projects.  It’s like a business case 
needs to exist for every project before true prioritisation 
framework can be applied with any vigour otherwise Execs 
spend too much time “discussing” the rating! 
5 Linkage to business objectives 
4 Consider this important to ensure that dollars are spent to 
bring maximum results. 
2 Needs improvement 
4 Getting much better at a National level now.  Previously 
State rights of choice made ‘common’ investments difficult. 
Vendor and Solution 
Assessment Tools 
5 Is there a higher score than 5? There is always a sense of 
urgency that conflicts with taking the time to apply the tools 
properly. 
5 Done as part of our risk assessment 
3 Currently ad hoc 
4 Generally done pretty well, but not always the ‘best’ solution 
chosen as there are compromises made with all good intent, 
but sometime suboptimal outcomes. 
Assessment of 
Organisational Capacity 
5 And organisational capability. All too often we determine 
that an IT solution will drive efficiencies or reduce risk 
or...without consideration for the user’s IT capability. I have 
found that there is a high proportion of clinical staff that are 
baby boomers so their capability to adopt technology is low. 
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IT Governance Control Rating 
Given 
Comments Provided 
4 I agree but we haven’t had to do this properly to assess its 
importance.  We have been to date a “Yes” machine and only 
recently really experience the No response. 
4 Assessment against established criteria is completed as part 
of business case. 
3 Currently ad hoc 
3 Not really done well.  Similar to Resource allocation Process. 
Risk Management 4 I have only rated this 4 as I feel the real risks are often not 
stated e.g. capabilities of people involved in the project and 
there can be an over focus on less important risks.  I 
therefore question the real importance but remain 
concerned that this isn’t correct.  It maybe that we are 
managing the real risks “behind the scenes” or accepting 
lower outcomes from a project given the capabilities of the 
individual(s) involved. Accountability is a problem at our 
institution. 
5 Management of success and failure 
5 Consider it important to balance acceptable risk against 
expected value in all decisions related to our IT activity 
4 Generally documented pretty well 
Resource Allocation 
Process 
4 Management of success and failure 
3 Most definitely required but again, don’t believe we assess 
this realistically. 
3 Generally do projects on the ‘smell of an oily rag’. To keep 
costs down. Dedicated resources hard to fund. Lots of 
seconded roles with little back filling money. 
Project Steering 
Committees 
5 Steering Committees always established with each Project. 
5 For large projects, importance (and membership) grows with 
project scale 
4 Big key projects have them. Smaller ones do not. 
Go-Live Gatekeeping 5 Always completed 
3 Pretty loose as a performance tool. Slippage is generally 
tolerated. 
Progress Reporting on 
Strategic Initiatives 
5 Monthly Board Report 
3 Looked at occasionally … around review time ... not as a 
routine performance method … (we) are ramping up this as a 
Board performance tool. 
Benefits Tracking 4 Benefits clearly articulated and monitored   
3 Currently ad hoc / by project 
3 No one wants to fund an independent body ie CHI to do a 
‘real’ study.  Internal efforts are not generally robust. 
Project Portfolio 
Reporting 
3 Not always done 
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IT Governance Control Rating 
Given 
Comments Provided 
Service Delivery KPIs 4 Becomes more important when service delivery fails to meet 
user expectation 
3 Just not doing these well but currently a focus as I can see 
how our own performance has not matched expectations 
across the whole gamut. 
4 KPI’s included in monthly activity reports 
4 Service has been very good to date, so not high reliance on 
KPI’s to guarantee equitable allocation of limited IT 
resources.  As IT resources are starting to be shared 
Nationally, KPI’s will start to be used by customers to ‘get’ an 
adequate share of IT resources. 
Project Closure 
Reporting 
4 Great reference for future projects 
3 Rarely done 
Post Implementation 
Review 
3 We tend to be reviewing and learning as we go rather than 
waiting for the project to finish. 
3 I just can’t get the organisation to buy into this.  In some 
cases I have decided not to pursue an end of project review 
as I just didn’t believe the respective executives & managers 
(nor the vendor!) would take any notice of the 
recommendations that we likely to be made and we are 
short on resources. 
5 Offers us opportunity to refine and implement additional 
improvements and/or offer additional education. Process 
often repeated more than once post project closure. 
5 Lessons learned workshops are SO valuable!! 
3 Rarely done! 
IT Policies and 
Procedures 
4 Always working on these 
4 For Reference and communication 
5 Reviewed annually. Also maintain a list of IT 
4 important, but work in progress! 
3 We have them but rarely used in a governance process 
Change Management 
Framework 
3 We don’t have a formal framework yet the organisation has 
made substantial changes in workflow and processes over 
the last 5-7 years. 
5 Developed in line with best practice. Used for all IT projects. 
4 This is aspirational – we’re pretty ad hoc at the moment 
when it comes to this 
3 Not enough focus or investment is allocated to change 
management … no one person is responsible and 
accountable for the ‘people’ issues 
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Respondents also had the opportunity to offer additional IT governance 
controls, including a brief description and an indication of whether or not the control 
had been, or was being, implemented within their organisation. Additional (bolded) 
controls offered by respondents are listed in Table 6.6 below. 
Table 6.6 – Round Two Survey Data – Additional IT Governance Controls 
Control Name Brief Description Implemented / 
Being 
Implemented 
IT Advisory Group Comprises solely of business users and business 
leaders – meet quarterly to discuss what’s 
coming down the line 
Implemented 
Board relationship Present to the Board twice a year Implemented 
External benchmarking Engage external consultant to benchmark 
Ramsay IT against other providers on an annual 
basis; + Private Health CIOs gathering approx. 
quarterly 
Implemented 
External Auditor Randomly covers specific IT aspects, e.g. 
(de)provisioning of users; security penetration 
testing, etc. 
Implemented 
Business Initiative Plan That the business must drive the initiatives they 
would like to see occur and that they take 
responsibility for the presentation of those plans 
to the IT Governance Committee 
Implemented 
Organisational 
Operational Strategy and 
Plan 
The IT Strategic Plan must reflect the core 
undertakings of the Organisational Strategic and 
Operational Plan 
Being 
Implemented 
Project Management 
Office 
The IT PMO must follow a methodology (e.g. 
Prince 2) and ensure that all gateways are 
managed and understood so that projects have 
the required controls to ensure success.  
Implemented 
ICT Audit Independent Audit of ICT systems against policies 
and procedures 
Implemented 
CIO Business 
Interaction? 
(This is where the 360 
Degree surveys can be of 
assistance) 
Relationship with Executives and next layer of 
management.  I think the reporting relationship 
is only part of the story.  Others refer to the CIO 
“being at the Exec’s table” to hear the real 
business issues being discussed. 
Implemented 
Outcome Stretch?  Don’t 
know how to measure. 
Using the above knowledge to slightly 
manipulate the project objectives or scope or 
seeking exec’s or managers’ support to stretch 
the objectives.  In some cases undertaking 
investigations and preparations for the next 
phase or project. I often say that I spend my time 
with Exec’s and managers trying to :- 1. Have a 
decision made 2. Have a pending decision 
modified, or 3. Have a decision reversed 
Y (as much as 
possible).  I will 
expand the scope 
or ask for a new 
phase to be add to 
the project to help 
set the vision. 
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Control Name Brief Description Implemented / 
Being 
Implemented 
Software Development Acquisition doesn’t seem to be a good principle if 
an organisation is developing its own software, 
particularly if developed in-house rather than 
outsourced.  The standard must have been 
developed by vendors!  So what controls do we 
have?  The project Steering Committee is 
important but so is the project team.  The 3 way 
interaction between the developers, the business 
or clinical staff and managers with the project 
manager to keep the project moving and within 
scope and expectations is critical.  Issue 
management is important (are these included in 
risk management?).  But difficult to point to the 
appropriate governance controls that we have. 
Implemented 
ICT Audits IT departments have to run their own Audits.  It’s 
hard to see these existing as part of the overall 
organisation program in the current 
environment.  That is, focus on NSQHS and 
maturity of IT in healthcare.  I should say that 
Corporate governance and or policy on other 
areas such as Tender/Contract Templates & 
Review also fall short of good practice or 
suitability for IT. 
Partially 
Delegations Manual Defines who is accountable for a 
function/process and quantifies their 
corresponding authorised limits of expenditure.  
Implemented 
IT Code of Ethics Defines and standardises expectations of IT staff. Implemented 
Project Management 
Framework 
An organisation wide methodology for managing 
and reporting projects (not just ICT) 
Being 
Implemented 
 
Based on these recommendations, the additional controls that were added to the 
Round Three survey are listed in Table 6.7 below: 
Table 6.7 - Additional Controls Added to the Round Three Survey 
Control Name Brief Description (provided by respondents) 
External benchmarking Engage external consultant to benchmark against other providers on 
an annual basis; + Private Health CIOs gathering approx. quarterly 
External Auditor Randomly covers specific IT aspects, e.g. (de)provisioning of users; 
security penetration testing, etc. 
Project Management 
Office 
The IT PMO must follow a methodology (e.g. Prince 2) and ensure that 
all gateways are managed and understood so that projects have the 
required controls to ensure success.  
Delegations Manual Defines who is accountable for a function/process and quantifies their 
corresponding authorised limits of expenditure.  
IT Code of Ethics Defines and standardises expectations of IT staff. 
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Table 6.8 lists the governance controls that were suggested by respondents to 
the Round Two survey but were not added to the list of IT governance controls in the 
Round Three survey for the reason(s) stated. 
Table 6.8 - Suggested Additional Controls Not Added to the Round Three Survey 
Control Name       
(From Respondent) 
Brief Description (From Respondent) and Reason for Exclusion 
IT Advisory Group Comprises solely of business users and business leaders – meet quarterly to 
discuss what’s coming down the line. 
Reason for Exclusion: 
Similar / same function as IT Governance Committee. 
Board relationship Present to the Board twice a year.  
Reason for Exclusion: 
This is encapsulated in part in the CIO Reporting Relationship and more 
broadly in the two progress reporting specific controls – Progress Reporting 
against IT Strategic Plan and Progress Reporting on Strategic Initiatives. 
Business Initiative 
Plan 
That the business must drive the initiatives they would like to see occur and 
that they take responsibility for the presentation of those plans to the IT 
Governance Committee. 
Reason for Exclusion: 
Similar / same function as the IT Strategic Plan 
Organisational 
Operational 
Strategy and Plan 
The IT Strategic Plan must reflect the core undertakings of the Organisational 
Strategic and Operational Plan  
Reason for Exclusion: 
Similar / same as Corporate Strategic Plan which was one of the ‘greyed out’ 
controls in the list of controls presented to respondents. Greyed out controls 
were excluded from the research as they were deemed by the researcher to 
exist as part of general corporate governance. 
ICT Audit Independent Audit of ICT systems against policies and procedures  
Reason for Exclusion: 
Similar / same as Audit Program which was one of the ‘greyed out’ controls 
in the list of controls presented to respondents. Greyed out controls were 
excluded from the research as they were deemed by the researcher to exist 
as part of general corporate governance. 
CIO Business 
Interaction? 
(This is where the 
360 Degree surveys 
can be of 
assistance) 
Relationship with Executives and next layer of management.  I think the 
reporting relationship is only part of the story.  Others refer to the CIO 
“being at the Exec’s table” to hear the real business issues being discussed.  
Reason for Exclusion: 
Relationships with executives are encapsulated in the CIO Reporting 
Relationship and CIO structural power. 
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Control Name       
(From Respondent) 
Brief Description (From Respondent) and Reason for Exclusion 
Outcome Stretch?  
Don’t know how to 
measure. 
Using the above knowledge to slightly manipulate the project objectives or 
scope or seeking exec’s or managers’ support to stretch the objectives.  In 
some cases undertaking investigations and preparations for the next phase 
or project. 
I often say that I spend my time with Exec’s and managers trying to :- 
1. Have a decision made 
2. Have a pending decision modified, or 
3. Have a decision reversed  
Reason for Exclusion: 
Changes in project scope, including stretch objectives should be managed by 
the Project Steering Committee which is already included in the list of 
provided IT governance controls. 
Software 
Development 
Acquisition doesn’t seem to be a good principle if an organisation is 
developing its own software, particularly if developed in-house rather than 
outsourced.  The standard must have been developed by vendors!  So what 
controls do we have?  The project Steering Committee is important but so is 
the project team.  The 3 way interaction between the developers, the 
business or clinical staff and managers with the project manager to keep the 
project moving and within scope and expectations is critical.  Issue 
management is important (are these included in risk management?). But 
difficult to point to the appropriate governance controls that we have.  
Reason for Exclusion: 
Similar / same function as Project Management Office already suggested as 
an additional IT governance control. 
ICT Audits IT departments have to run their own Audits.  It’s hard to see these existing 
as part of the overall organisation program in the current environment.  That 
is, focus on NSQHS and maturity of IT in healthcare. Corporate governance 
and or policy on other areas such as Tender /Contract Templates & Review 
also fall short of good practice or suitability for IT.  
Reason for Exclusion: 
Similar / same as Audit Program which was one of the ‘greyed out’ controls 
in the list of controls presented to respondents. Greyed out controls were 
excluded from the research as they were deemed by the researcher to exist 
as part of general corporate governance. 
Project 
Management 
Framework 
An organisation wide methodology for managing and reporting projects (not 
just ICT)  
Reason for Exclusion: 
Similar / same function as Project Management Office already suggested as 
an additional IT governance control. 
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Round Three Survey 
The respondents to the Round Three survey are summarised in Table 6.1 at the 
beginning of this chapter. Of the 13 respondents to the Round Two survey, 11 
respondents completed the Round Three survey. 
For the Round Three survey respondents were presented with results from the 
Round Two survey as listed in Table 6.9 below. 
Table 6.9 - Results Presented to Respondents in the Round Three survey 
Principle Control Average 
Rating 
Standard 
Deviation 
Responsibility IT Governance Committee 4.0 1.3 
CIO Reporting Relationship 4.7 0.5 
Strategy IT Strategic Plan 4.7 0.5 
Business Case for IT Investment 4.5 0.5 
Progress Reporting against IT Strategic Plan  4.4 0.6 
Acquisition IT Investment Prioritisation Framework 4.1 0.9 
Vendor and Solution Assessment Tools 4.1 0.8 
Assessment of Organisational Capacity 4.1 0.8 
Performance Risk Management 4.3 0.4 
Resource Allocation Process 3.8 0.8 
Project Steering Committees 4.7 0.5 
Go-Live Gatekeeping 3.9 0.9 
Progress Reporting on Strategic Initiatives 4.3 0.6 
Benefits Tracking 4.1 0.6 
Project Portfolio Reporting 3.9 0.8 
Service Delivery KPIs 3.9 0.8 
Project Closure Reporting 3.7 0.7 
Post Implementation Review 4.2 0.8 
Conformance IT Policies and Procedures 4.3 0.6 
Human Behaviour Change Management Framework 4.2 0.8 
 
Respondents were also advised of the added IT governance controls as a result 
of suggestions contained in responses to the Round Two survey. These added IT 
governance controls are listed in Table 6.7 above. 
Respondents were then asked to rank the new list of 25 controls, being the 
original list of 20 controls plus the 5 additional controls, in order of priority with the 
number 1 being the highest priority and the number 25 being the lowest priority. 
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A descriptive statistical summary of the rankings provided by respondents to 
the Round Three survey can be found in Table 6.10 below. The results are listed in 
rank order from highest ranking to lowest. 
Table 6.10 – Round Three Survey Data – Summary of IT Governance Control Ranking 
Rank IT Governance Control Mean SD Min Max 
1 IT Strategic Plan 3.00 3.06 1 12 
2 IT Governance Committee 3.83 3.53 1 11 
3 Business Case for IT Investment 5.75 3.47 2 13 
4 Project Steering Committees 7.75 3.39 1 13 
5 Risk Management 8.25 3.11 4 14 
6 CIO Reporting Relationship 8.42 7.87 1 24 
7 Progress Reporting against IT Strategic Plan  8.67 6.33 3 20 
8 IT Investment Prioritisation Framework 9.75 5.72 3 25 
9 IT Policies and Procedures 9.92 6.12 2 22 
10 Project Management Framework / PMO 10.00 6.01 4 23 
11 Progress Reporting on Strategic Initiatives 12.50 5.74 4 21 
11 Assessment of Organisational Capacity 12.50 5.72 4 22 
13 Change Management Framework 13.92 4.27 8 22 
14 Resource Allocation Process 14.83 4.34 9 22 
15 Service Delivery KPIs 15.08 4.97 5 22 
16 Go-Live Gatekeeping 15.42 3.55 9 22 
17 Project Portfolio Reporting 15.50 4.25 7 23 
18 Vendor and Solution Assessment Tools 16.75 5.04 6 23 
19 Post Implementation Review 17.00 2.48 13 21 
20 IT External Audit 17.33 6.03 8 24 
21 External Benchmarking 17.58 7.51 3 25 
22 Delegations Manual 18.42 7.31 6 25 
23 Benefits Tracking 19.33 3.57 12 24 
24 Project Closure Reporting 20.42 2.81 16 24 
25 IT Code of Ethics 23.08 2.75 16 25 
 
Based on the results contained in the above table, on average, respondents 
ranked development of an IT Strategic Plan as the highest priority IT governance 
control which is consistent with the Round Two survey results. Items in Red are 
those controls added as suggestions by respondents from the Round Two survey. 
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Round Four Survey (Final Round) 
For the fourth and final round survey in this Delphi process, the respondents 
are summarised in Table 6.1 at the beginning of this chapter. Of the 11 respondents 
to the Round Three survey, 6 respondents completed the Round Four, final survey. 
Round Four survey respondents were presented with a summary of the results 
from the Round Three survey, illustrated in Table 6.11: 
Table 6.11 - Results Presented to Respondents in the Round Four survey 
Control Average Rank 
IT Strategic Plan 3.00 
IT Governance Committee 3.83 
Business Case for IT Investment 5.75 
Project Steering Committees 7.75 
Risk Management 8.25 
CIO Reporting Relationship 8.42 
Progress Reporting against IT Strategic Plan  8.67 
IT Investment Prioritisation Framework 9.75 
IT Policies and Procedures 9.92 
Project Management Framework / PMO 10.00 
Assessment of Organisational Capacity 12.50 
Progress Reporting on Strategic Initiatives 12.50 
Change Management Framework 13.92 
Resource Allocation Process 14.83 
Service Delivery KPIs 15.08 
Go-Live Gatekeeping 15.42 
Project Portfolio Reporting 15.50 
Vendor and Solution Assessment Tools 16.75 
Post Implementation Review 17.00 
IT External Audit 17.33 
External Benchmarking 17.58 
Delegations Manual 18.42 
Benefits Tracking 19.33 
Project Closure Reporting 20.42 
IT Code of Ethics 23.08 
 
 Respondents were then asked to indicate the extent to which each IT 
governance control has been implemented within their organisation using the 
following nomenclature: 
1 No Plan to Implement 
2 Intend to Implement 
3 Being Implemented 
4 Fully Implemented 
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The results from this question are summarised in Figure 6.4 below. 
Figure 6.4– Round Four Survey Data – IT Governance Control Implementation Status 
 
From the results we can observe that:  
 14 IT governance controls had either already been implemented or were 
in the process of being implemented by all respondents – IT Strategic 
Plan, Business Case for IT Investment, Project Steering Committees, 
Risk Management, Progress Reporting against IT Strategic Plan, IT 
Investment Prioritisation Framework, IT Policies and Procedures, 
Progress Reporting on Strategic Initiatives, Change Management 
0 2 4 6
IT Strategic Plan
IT Governance Committee
Business Case for IT Investment
Project Steering Committees
Risk Management
CIO Reporting Relationship
Progress Reporting against IT Strategic Plan
IT Investment Prioritisation Framework
IT Policies and Procedures
Project Management Framework / PMO
Assessment of Organisational Capacity
Progress Reporting on Strategic Initiatives
Change Management Framework
Resource Allocation Process
Service Delivery KPIs
Go-Live Gatekeeping
Project Portfolio Reporting
Vendor and Solution Assessment Tools
Post Implementation Review
IT External Audit
External Benchmarking
Delegations Manual
Benefits Tracking
Project Closure Reporting
IT Code of Ethics
No Plan to Implement
intend to Implement
Being Implemented
Fully Implemented
 153 Chapter 6: Survey Results – Rounds Two, Three & Four 
 
Framework, Go-Live Gatekeeping, Post-Implementation Review, IT 
External Audit, Delegations Manual, and, Project Closure Reporting; 
 7 IT governance controls were planned to be implemented by 1 or more 
respondents – CIO Reporting Relationship, Project Management 
Framework / PMO, Assessment of Organisational Capacity, Resource 
Allocation Process, Project Portfolio Reporting, Vendor and Solution 
Assessment Tools, and, External Benchmarking; and 
 7 IT governance controls were identified by respondents as having no 
plans to implement – IT Governance Committee, Assessment of 
Organisational Capacity, Service Delivery KPIs, Project Portfolio 
Reporting, Vendor and Solution Assessment Tools, Benefits Tracking, 
and, IT Code of Ethics.  
 
Respondents were also asked to indicate if the survey series had influenced 
their organisation’s decision to implement the IT governance controls using the 
following nomenclature: 
1 No Influence 
2 Some Influence 
3 Significant influence 
 
The results of this question are summarised in Figure 6.5 below. 
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Figure 6.5 – Round Four Survey Data – Survey Influence on IT Governance Controls 
 
From these results we can observe that in 16 of the 25 controls (64%), the 
study had some level of influence on participating organisations. Of the 6 
organisations that responded to the Round Four survey, 5 organisations indicated that 
the study had some level of influence on their consideration of one or more of the 25 
IT governance controls.  
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Chapter Summary 
This chapter provides descriptive statistics for the Rounds Two, Three and 
Four surveys, which focussed on consensus-building of the IT governance controls 
proposed by this research. 
The Round Two survey asked respondents to rate each IT governance control, 
as well as propose additional controls. Descriptive statistics provide a first pass 
ranking of the IT governance controls which were then presented to respondents in 
the Round Three Survey. 
The Round Three survey asked respondents to rank the IT governance controls 
given the results of the Round Two survey. Again, descriptive statistics provide a 
revised overall ranking of the IT governance controls. 
The next chapter, Chapter 7, responds to each of the research questions 
proposed by this thesis, including a detailed discussion of the IT governance 
controls, their resultant ranking and level of consensus regarding the importance of 
each governance control. 
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Chapter 7: Discussion 
“Research is to see what everybody else has seen, and 
to think what nobody else has thought.” 
 Albert Szent-Gyorgyi 
Introduction 
The purpose of this chapter is to address the research questions that have been 
posed by this doctoral programme: 
 Primary Research Question: What IT Governance Controls enhance IT 
Adoption within the Australian Acute Healthcare Sector? 
 Research Sub-Question 1: What is the Extent of IT Adoption within the 
Australian Acute Healthcare Sector? 
 Research Sub-Question 2: What are the Factors Determining IT Adoption 
Risk within the Australian Acute Healthcare Sector? 
 
This programme has employed a four-round Delphi study to achieve a 
consensus of opinion regarding the primary research question. The Delphi study 
sought to engage CIOs from across Australian public and private hospital groups. 
Private hospital sector CIOs were generally accommodating of the study whereas 
CIOs from public sector (State and Territory) Health Departments, although 
interested in participating, were inevitably either unable or not willing to commit to 
the study.  
The Round One survey was designed to achieve the following: 
 Collect data that would address the first research sub-question to 
provide support for the research motivation and contribute to the 
literature on IT adoption levels in Australia; 
 Collect data to address the second research sub-question which would 
then assist in constructing the initial set of IT governance controls that 
would be presented in the Round Two survey; and 
 Collect data regarding existing IT governance maturity that would also 
assist in constructing the initial set of IT governance controls that would 
be presented in the Round Two survey. 
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The Round Two and Three surveys were designed to address the primary 
research question by gaining consensus, from the assembled panel of experts, for the 
IT governance controls that are required in acute healthcare. A key feature of this 
dissertation is the approach to the construction of the preliminary set of IT 
governance controls that the panel of experts would comment on and prioritise. Apart 
from the review of relevant literature, the set of constructed IT governance controls 
is underpinned by AS/NZS ISO/IEC 38500:2010 Corporate Governance of 
Information Technology (Standards-Australia, 2010) a framework for defining high-
level IT governance principles and actions, as defined by this internationally 
accepted standard. This standard however only provides organisation with high-level 
guidance as to IT governance responsibilities and provides no prescription for the IT 
governance controls that should be implemented as the standard recognises that these 
controls are dependent on organisational factors. The purpose of this research, as 
stated in the primary research question, is to prescribe a set of IT governance 
controls, consistent with AS/NZS ISO/IEC 38500:2010, that would be appropriate 
for the acute healthcare sector. 
Furthermore, and perhaps unique to this research, the set of constructed IT 
governance controls takes into account the theoretical underpinnings of 
organisational behaviour that create risk in IT implementations in acute healthcare. 
This theory-based model of IT adoption factors is described in Chapter 3 and is 
reproduced in Figure 7.1 below.  
Figure 7.1 – Theory-based Model of IT Adoption Factors in Acute Healthcare 
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Using this theory-based model, we are able to reconcile the IT governance 
controls being proffered against the IT adoption factors (and risks) specific to acute 
healthcare. This reconciliation is provided in Table 4.4 - Round Two survey – 
Description of IT Governance Controls which is contained in Chapter 4. 
Although there has been literature published about the impact of internal and 
external factors on IT governance (Yajiong et al., 2008), the use of organisational 
behavioural theories as a scaffold for identifying IT adoption factors appears to be 
unique. The implications, therefore, for future research are noteworthy. 
Research Recommendation R1 
Further research is required to determine if the proposed theory-based model for 
identifying IT adoption factors in acute healthcare is significant to IT governance in acute 
healthcare. 
 
Research Recommendation R2 
Further research is required to determine if the proposed theory-based model of 
organisational behaviours impacting the IT solution investment lifecycle can be applied to IT 
governance independent of industry or sector. 
 
The fourth and final survey round sought to assess the extent to which 
organisations had implemented each IT governance control as well as the level of 
influence that the study had had on the organisation’s implementation of each 
governance control. We shall commence the discussion of the research questions by 
first addressing the research sub-questions. 
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Research Sub-Question 1: What is the Extent of IT Adoption 
within the Australian Acute Healthcare Sector? 
The purpose of asking this question is to support the need for this research. A 
low rate of IT adoption suggests an opportunity for increased IT adoption within 
acute healthcare, however, as concluded by Black et al. (2011), there is a lack of 
robust research on the risks of implementing IT in healthcare and hence the need for 
a robust framework of IT governance controls to identify and manage such risks. 
The literature review, undertaken by this doctoral programme, confirms the 
assertion that IT adoption rates in healthcare are still low with the latest data in the 
US revealing just 27.3% of US hospitals have a comprehensive EMR (HIMSS 
Analytics, 2015). In Australia, however, based on the available data, IT adoption in 
acute healthcare is substantially lower, noting that there is a paucity of data in this 
regard. Hence this research took the opportunity to contribute to the literature on IT 
adoption rates in acute healthcare by asking a series of IT adoption questions in the 
Round One survey. 
The Round One survey asked respondents a total of 113 questions concerning 
IT systems adoption. Figure 7.2 summarises the number of systems implemented by 
each organisation including data where no response to the question was provided. 
Figure 7.2 – Round One Survey Data – IT Adoption Summary by Organisation 
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From this data, we can observe variability in IT adoption levels across 
organisations.  For example, organisation A has implemented 27 of the 113 systems 
with an intention to implement a further 24 systems, whereas organisation E has 
implemented 85 systems with an intention to implement a further 27. This variation 
is evident in the high standard deviation values depicted in Figure 7.3 below. 
Figure 7.3 - Round One Survey Data – IT Adoption Variation 
 
When we exclude the 52 non-clinical systems from the IT adoption data, we 
obtain the clinical system adoption rates depicted in Figure 7.4 below based on the 
remaining 61 clinical systems. 
Figure 7.4 - Round One Survey Data - Clinical Systems Adoption Summary by Organisation 
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When looking at clinical systems adoption, we see even greater variability in 
adoption levels between organisations as depicted in Figure 7.5 below. 
Figure 7.5 - Round One Survey Data – Clinical Systems Adoption Variation 
 
If we then further refine our focus to EMRs we can observe that none of the 
respondents indicated that they had implemented, or were in the process of 
implementing, Closed Loop Medication Administration, which, according to the 
HIMSS Analytics EMR Adoption Model, is required to achieve Stage 5 within that 
model. Furthermore, only one organisation had implemented decision-support based 
computerised physician order entry, which is required to achieve Stage 4 of the EMR 
Adoption Model. This is consistent with the HIMSS Analytics data for Australia, 
which in 2013 shows that just 4.4% of Australian hospitals were at Stage 4 of the 
EMR Adoption Model. 
In summary, therefore, in response to the first research sub-question regarding 
IT adoption rates within Australian acute care organisations, we can assert that in 
relation to clinical systems and EMRs, IT adoption levels in Australian private 
hospitals are low, particularly in comparison to the US acute healthcare sector, which 
has received substantial federal government financial incentives to improve IT 
adoption in hospitals. 
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that may exist in the Round One survey data – refer to Table 5.3 – Round One 
Survey Data . The potential correlations considered include: 
 Is there a correlation between IT adoption and IT expenditure? 
 Is there a correlation between IT adoption and IT staffing? 
 Is there a correlation between IT adoption and IT governance maturity? 
 
When considering these potential correlators, we need to recall that IT 
adoption, in the context of the data collected, only refers to quantity of systems. We 
are unable to infer any relationship between the above variables (i.e. expenditure, 
staffing and IT governance maturity) and the quality of outcomes associated with IT 
adoption. 
We shall now explore each of the above correlation propositions. 
Is there a correlation between IT adoption and IT expenditure? 
One might naturally draw the conclusion that the higher the percentage of 
expenditure on IT operating costs and IT capital, the greater the levels of IT 
adoption. Figure 7.6 below illustrates an overlay of the total number of systems in 
production or being implemented within each organisation and their respective level 
of IT expenditure. 
Figure 7.6 - Round One Survey Data – Comparison of IT Expenditure vs IT Adoption 
 
 
Excluding organisation C, which did not disclose IT expenditure data, the data 
collected reveals no statistically significant correlation between expenditure on IT 
and number of IT systems deployed (r = -0.17, p > .97).  
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Is there a correlation between IT adoption and IT staffing? 
One might also draw the conclusion that the higher the level of IT adoption the 
higher the level of IT staff. Figure 7.7 below illustrates an overlay of the total 
number of systems in production or being implemented within each organisation and 
their respective IT staffing levels.  
Figure 7.7 – Round One Survey Data – Comparison of IT Staffing vs IT Adoption 
 
 
Excluding organisation G that did not provide IT staffing numbers, the data 
collected reveals a statistically significant correlation between the level of IT 
adoption and the number of IT staff (r = 0.77, p =< 0.05). 
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Is there a correlation between IT adoption and IT governance 
maturity? 
In considering this question, we must first define IT governance maturity. Van 
Grembergen, De Haes, and Guldentops (2004) define a 6 stage IT governance 
maturity model depicted in Table 7.1 below. 
Table 7.1 - IT Governance Maturity Model from Van Grembergen et al. (2004) 
Stage Title Summary Description 
0 Non-Existent There is a complete lack of any recognizable IT governance process. 
1 Initial / Ad-hoc The organization has recognized that IT governance issues exist and 
need to be addressed. There are, however, no standardized review 
processes, but instead management considers IT management issues 
on an individual or case-by-case basis. 
2 Repeatable, but 
Intuitive 
There is awareness of IT governance objectives, and practices are 
developed and applied by individual managers. Management has 
identified basic IT governance measurements, assessment methods 
and techniques, but the process has not been adopted across the 
organization. 
3 Defined Process The need to act with respect to IT governance is understood and 
accepted. A baseline set of IT governance indicators is developed, 
where linkages between outcome measures and performance drivers 
are defined, documented and integrated into strategic and 
operational planning and monitoring processes. 
4 Managed and 
Measurable 
There is full understanding of IT governance issues at all levels, 
supported by formal training. IT processes are aligned with the 
enterprise and with the IT strategy. Processes are occasionally 
improved and best internal practices are enforced. Root cause 
analysis is being standardized. Continuous improvement is beginning 
to be addressed. 
5 Optimized There is advanced and forward-looking understanding of IT 
governance issues and solutions. Training and communication are 
supported by leading-edge concepts and techniques. Processes have 
been refined to a level of external best practice, based on results of 
continuous improvement and maturity modelling with other 
organizations. The implementation of these policies has led to an 
organization, people and processes that are quick to adapt and fully 
support IT governance requirements. 
 
The Round One survey, however, was not structured to measure IT governance 
maturity based on such a model and as such we need to construct an a priori model 
of what constitutes relative IT governance maturity based on the available data. 
Table 7.2 below contains the IT governance questions asked by the Round One 
survey together with simple IT governance scoring criteria where the count of IT 
governance controls serves as a proxy for IT governance maturity.  
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Table 7.2 - IT Governance Maturity Scoring Criteria 
IT Governance Question Response Scoring 
Criteria 
Who does the CIO (or most senior IT role) report to? (CIO Reporting Line) CEO – 1 point; 
All other – nil points; 
What functions are the CIO (or most senior IT role) responsible for? (CIO 
Scope of Responsibility) 
Not included in 
scoring as CIO scope 
of responsibility is 
related to complexity 
of role rather than IT 
governance. 
Is there a current IT / IS Strategic Plan? Yes – 1 point; 
No – nil points; 
Do you have in place an IT Governance / Steering Committee? Yes – 1 point; 
No – nil points; 
Do you have a project management office (PMO) / project portfolio office 
(PPO)? 
Yes – 1 point; 
No – nil points; 
Please indicate which of the following formal frameworks your 
organisation has established and implemented to aid IT implementation: 
Project management framework; Programme management framework; 
IT governance framework; Benefits realisation / benefits management 
framework; and ‘Other’ 
1 point for each 
framework in place; 
Do IT solutions undergo a formal assessment of their suitability against 
organisational requirements prior to purchase? 
Yes – 1 point; 
No – nil points; 
Are IT solution vendors subject to a due diligence process to assess their 
capability and market viability? 
Yes – 1 point; 
No – nil points; 
Is the approval of IT projects subject to a formal business case? Yes – 1 point; 
No – nil points; 
Are IT (based) projects, once established, governed by their own steering 
committee? 
Yes – 1 point; 
No – nil points; 
Do IT (based) projects have a project sponsor or business owner who is 
accountable for project benefits who is not the CIO? 
Yes – 1 point; 
No – nil points; 
Is there an IT Disaster Recovery Plan in place? Yes – 1 point; 
No – nil points; 
Is there a corporate risk register (or equivalent) where IT risks are 
managed 
Yes – 1 point; 
No – nil points; 
For clinical IT solutions, for each stage of the software acquisition and 
implementation lifecycle listed, indicate with an ‘X’ the extent to which 
clinicians are involved in the process 
1 point if clinicians 
are engaged in all 
lifecycle phases; 
Table 7.3 below contains the results of the application of our a priori based IT 
governance maturity assessment. 
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Table 7.3 – Round One Survey Data – Summary of IT Governance Maturity 
 
A B C D E F G H I J 
Total IT Systems in Production or Being Deployed 32 40 79 47 86 56 29 67 31 49 
Subset of Clinical Systems in Production of Being 
Deployed 
2 8 39 6 50 26 6 23 5 8 
CIO Reports to - - 1 1 - 1 1 1 - - 
IT Strategic Plan 1 1 1 1 - 1 1 1 1 1 
IT Governance / Steering Committee 1 1 1 1 1 - 1 1 1 1 
PPO/PMO 1 1 1 - 1 1 1 - - 1 
Project Management Framework 1 1 1 - 1 1 1 1 - 1 
Programme Management Framework 1 1 1 - - - - 1 - - 
IT Governance Framework 1 1 1 1 1 1 1 1 1 1 
Benefits Management Framework 1 1 1 1 1 - - - - - 
IT Solutions Assessed Against Requirements 1 1 - 1 1 1 - - - 1 
IT Vendor Due Diligence 1 1 - 1 1 1 - 1 - 1 
IT Projects Subject to a Business Case 1 1 1 1 1 - - - 1 1 
IT Projects Governed by own Steering Committee 1 1 - 1 - 1 - - - - 
IT Projects have a Business Owner / Sponsor 1 1 - 1 - - - 1 - 1 
IT Disaster Recovery Plan - 1 1 1 1 - 1 1 1 1 
Corporate Risk Register with IT Risks - 1 1 1 1 1 1 1 1 1 
Clinician Engagement in IT Acquisition (all 5 phases) - - - 1 1 - - 1 - 1 
IT Governance Maturity Score 12 14 11 13 11 9 8 11 6 12 
 
Figure 7.8 below illustrates overlays of both the total number of systems and 
the subset of clinical systems in production or being implemented within each 
organisation and their IT governance maturity score from Table 7.3 above. 
Figure 7.8 - Round One Survey Data – Comparison of Systems Deployed vs IT Governance 
Maturity 
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The data collected reveals no statistically significant correlation between the 
level of IT adoption and the level of IT governance maturity (all systems: r = 0.47, p 
= 0.17; clinical systems: r = 0.30, p = 0.40;). 
It should be noted, however, that this simple IT governance maturity 
assessment model provides little rigour as the model does not take into account the 
quality or effectiveness of these governance controls, nor does it apply any weighting 
to the IT governance controls. For example, Ross and Weill (2004) argue that IT 
governance needs to extend beyond IT investment decisions and include operational 
aspects of IT such as IT architecture and IT infrastructure. Whilst the Round One 
survey revealed that nearly all organisations had an IT governance committee, when 
asked about the purview of that committee, just under half of the organisations 
indicated that the IT governance committee also had oversight of IT operational 
matters as depicted in Figure 7.9 below (repeated from Chapter 5). 
Figure 7.9 – Round One Survey Data – IT Steering Committee Decision-Making 
Responsibility 
 
Research Recommendation R3  
Research is required to determine an IT governance maturity model for acute healthcare 
that will a) assist acute healthcare organisations in their IT governance journey, and b) 
further refine the IT governance controls proposed by this research. 
 
Having considered the first research sub-question that IT adoption levels in 
Australian Hospitals are low, and having explored potential correlators in the Round 
One survey data, we shall now consider the second research sub-question. 
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Research Sub-Question 2: What are the Factors Determining 
IT Adoption Risk within the Australian Acute Healthcare 
Sector? 
The purpose of this second research sub-question was to inform the 
construction of the IT governance controls that are the subject of the primary 
research question. While the Delphi method employed in this research uses the 
assembled panel of experts to agree the proposed IT governance controls, the 
research needed to first construct a preliminary set of IT governance controls, which 
could then be presented to the panel of experts for consideration. 
One plausible approach to constructing this preliminary set of IT governance 
controls would have been to base these controls on existing IT governance 
frameworks such as COBIT, as discussed in Chapter 2. The flaw to such an 
approach, however, is that generic frameworks do not take into account specific 
contingent factors associated with industry sectors such as the acute healthcare 
sector. The primary research question compelled this research to seek out those 
factors specific to IT adoption within acute healthcare that effectively represent risks 
to be managed by the proposed IT governance controls. You may recall from 
Chapter 2 (the literature review) that we defined one of the principal objectives of IT 
governance as the need to manage IT related risks. We also noted that IT governance 
controls are, in effect, risk mitigation strategies to a) ensure IT is effective in 
supporting organisational strategies; and, b) manage the performance of IT including 
ensuring that IT projects are successfully implemented. By better understanding the 
IT adoption factors that lead to IT adoption risk, we can better describe the IT 
governance controls required to mitigate those IT adoption risks. 
As discussed in this chapter’s introduction, in considering IT adoption factors 
for acute healthcare, this research has chosen to build a theory-based model of 
organisational behaviours in relation to IT adoption in acute healthcare. This theory-
based model, which is reproduced in Figure 7.1 at the beginning of this chapter, 
identifies five groupings of adoption factors. The first three groupings relate to 
factors that influence IT investment decisions: external pressures; internal pressures; 
and clinician-versus-manager motivators. The fourth grouping of factors relates to 
clinician attitudes associated with the implementation of an IT solution once the 
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decision to invest has been made. The fifth and final grouping of IT adoption factors 
relates to the support mechanisms that an organisation needs to consider to improve 
IT solution broad adoption and benefits realisation.  
Based on this theory-based model and the literature reviewed, the Round One 
survey proposed a list of both drivers of IT adoption and barriers to IT adoption 
specific to acute healthcare – refer to Table 7.4 below.  
Table 7.4 - IT Adoption Factors Presented in the Round One Survey 
Driver or 
Barrier 
Factor Type Factor Reference 
Driver External 
Pressure 
Increasing demand for services Emanuel et al. (2012) 
Regulatory pressures associated with 
improvements in patient safety and 
quality of outcomes 
Blumenthal (2010) 
Payer (Health Funds or Government) 
financial incentives 
Blumenthal (2010) 
External pressure to improve efficiency 
and reduce cost of healthcare 
Killingsworth et al. (2006) 
Proliferation of medical knowledge 
and evidence-based pathways 
Greenhalgh and Stones (2010) 
Patient (healthcare consumer) 
expectations 
Pankowska (2004) 
Internal 
Pressure 
Internal pressure to improve efficiency 
and reduce cost of healthcare 
McGinn et al. (2012) 
Staff expectations McGinn et al. (2012) 
Barrier External 
Pressure 
Immature IT Solutions Available from 
Vendors 
Sherer (2010) 
Inability of Vendors to Expertly 
Implement their Solutions 
McGinn et al. (2012) 
Lack of Interoperability Between 
Solutions 
Bates and Gawande (2003) 
Concerns regarding Privacy and 
Security of Health Information 
Ross and Weill (2002) 
Internal 
Pressure 
Inadequate Capital Adler-Milstein and Bates (2009) 
High Maintenance and Support Costs Kumar and Aldrich (2010) 
Lack of consistent work practices 
within organisation making application 
of IT difficult 
Hannan (1999) 
Difficulty Quantifying Return on 
Investment 
Jha et al. (2009) 
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Driver or 
Barrier 
Factor Type Factor Reference 
Lack of Transparency Regarding the 
Full Costs of IT 
Kumar and Aldrich (2010) 
Lack of Adequate Internal IT Expertise Jha et al. (2009) 
Lack of Project Management Maturity Sherer (2010) 
Lack of IT Governance Maturity Sherer (2010) 
Lack of Mature IT Architecture Sherer (2010) 
Lack of IT Infrastructure to Support 
High Availability 
Sherer (2010) 
Complexity of Implementation of IT 
Solution 
Adler-Milstein and Bates (2009) 
Clinician vs 
Manager 
Motivators 
Physician Resistance Sherer (2010) 
Davis (1989) 
Lack of a Defined IT Strategy Southon, Sauer, and Dampney 
(1997) 
Lack of IT Knowledge by 
Business/Clinical Managers 
Sherer (2010) 
Clinician 
Attitudes 
Physician Resistance Sherer (2010) 
Davis (1989) 
Lack of IT Knowledge by 
Business/Clinical Managers 
Sherer (2010) 
Immature IT Solutions Available from 
Vendors 
Sherer (2010) 
Inability of Vendors to Expertly 
Implement their Solutions 
McGinn et al. (2012) 
Lack of Interoperability Between 
Solutions 
Bates and Gawande (2003) 
Support 
Mechanisms 
Lack of a Mature Approach to Benefits 
Management & Realisation 
Berwick (2003) 
Lack of Adequate Stakeholder 
Engagement in IT Decision Making 
Ribbers et al. (2002) 
 
The Round One survey asked respondents to rate the IT adoption factors using 
a ten-point Likert scale, where the value of zero indicated that the respondent 
strongly disagreed that the factor is relevant for their organisation and the value of 9 
indicated that the respondent strongly agreed that the factor is relevant for their 
organisation. 
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Looking first at the drivers of IT adoption, we observe that the strongest (top 4 
out of 8) perceived drivers of IT adoption include: 
 internal pressure to improve efficiency and reduce cost of healthcare 
(𝑥 = 7.3;  𝜎 = 1.4); 
 external pressure associated with increasing demand for services (𝑥 =
7.0;  𝜎 = 1.6); 
 internal pressure associated with staff expectations (𝑥 = 6.8;  𝜎 = 1.2); and 
 external regulatory pressures associated with improvements in patient 
safety and quality of outcomes (𝑥 = 6.8;  𝜎 = 1.8). 
Based on our consensus assessment of this data undertaken in Chapter 5 (refer 
to Table 5.6 – Drivers of IT Adoption Consensus), we can conclude that there is 
consensus amongst respondents that all of the factors considered are drivers of IT 
adoption in acute healthcare. Consensus in this instance is defined as the perceived 
driver being rated a 5 or higher by 50% or more of respondents. Even the lowest 
rated factor, Patient (healthcare consumer) expectations with an average score of 
4.8, had two-thirds of respondents rate this driver as 5 or higher on the 0 to 9 Likert 
scale. 
These drivers of IT adoption are consistent with the principles of Institutional 
Theory, where institutional isomorphism drives organisations to strive for 
institutional legitimacy as well as social and economic fitness (DiMaggio & Powell, 
1983). Pressure to improve efficiency, safety and quality is reflective of mimetic 
isomorphism where organisations seek to benchmark favourably against peer 
organisations. Similarly, internal pressure from staff is consistent with normative 
isomorphism, where clinicians seek to dictate their professional practice and the 
legitimation of their occupational autonomy. 
Research Recommendation R4  
A limitation of this study is that clinician opinions on the drivers of IT adoption have not 
been sought. Further research is required to better understand clinician attitudes and 
motivations for IT adoption in clinical practice and how these attitudes and motivations 
might best be accommodated from an IT governance perspective. In pursuing this research, 
consideration should also be given to the structural power associated with clinician 
seniority and the impact this has on attitudes to technology in healthcare.  
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Looking next at the barriers to IT adoption, we observe that the strongest 
perceived barriers to IT adoption (based on an average rating of 5 or higher on the 0-
9 Likert scale) include: 
 Immature IT solutions available from vendors (𝑥 = 6.4;  𝜎 = 2.2); 
 Lack of IT knowledge by business/clinical managers (𝑥 = 6.1;  𝜎 = 1.9); 
 Physician resistance (𝑥 = 5.6;  𝜎 = 2.2); 
 Inability of Vendors to Expertly Implement their Solutions (𝑥 = 5.6;  𝜎 =
2.2); 
 Inadequate Capital (𝑥 = 5.6;  𝜎 = 2.5); and 
 Lack of consistent work practices within organisation making application 
of IT difficult (𝑥 = 5.1;  𝜎 = 2.3). 
Two of these factors, Lack of IT knowledge by business/clinical managers and 
Physician resistance, support our theory-based model of IT adoption factors. These 
two factors are consistent with Sensemaking Theory and the view by Jensen et al. 
(2009) that clinicians must first make sense of clinical software from a professional 
practice perspective. As highlighted in the literature (Currie et al., 2011), the success 
of clinical systems implementation is highly dependent on clinician acceptance and 
knowledge of the software. This is also supported in a study by Delaney, Timbrell, 
and Chan (2008) who considered the appropriation of operating theatre anaesthetic 
machines by clinicians using a three-step process conceived by Marx (Recognition-
Orientation-Appropriation), whose work was most recently republished in (2012). 
Research Recommendation R5  
Additional research is required to understand the process that clinicians undertake in 
clinical systems sensemaking in order to better inform IT governance controls required to 
optimise clinical systems implementation. 
 
Based on our consensus assessment of the barriers to IT adoption undertaken in 
Chapter 5 (refer to Table 5.9 – Barriers to IT Adoption Consensus), we can conclude 
that there is consensus regarding the factors listed in Table 7.5 below, however 
consensus was not achieved for the factors listed in Table 7.6 below with both tables 
listed in order of consensus level. Consensus in this instance is defined as the 
perceived barrier being rated a 5 or higher (on a range of 0 to 9) by 50% or more of 
respondents.  
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Table 7.5 - Barriers to IT Adoption Consensus 
Barrier to IT Adoption % with a 
Rating of 5 
or Higher 
Mean 
Rating 
Std. 
Dev. 
Consensus Achieved 
Physician Resistance 80.0% 5.6 2.5 
Immature IT Solutions Available from Vendors 70.0% 6.4 2.2 
Lack of IT Knowledge by Business/Clinical Managers 70.0% 6.1 1.9 
Inability of Vendors to Expertly Implement their Solutions 70.0% 5.6 2.2 
Inadequate Capital 70.0% 5.6 2.5 
Lack of consistent work practices making IT difficult 70.0% 5.1 2.3 
Lack of Adequate Stakeholder Engagement in IT Decision Making 60.0% 4.9 1.8 
High Maintenance and Support Costs 60.0% 4.9 2.5 
Lack of IT Governance Maturity 60.0% 4.9 2.5 
Difficulty Quantifying Return on Investment 60.0% 4.8 2.5 
Complexity of Implementation of IT Solution 60.0% 4.4 2.5 
Lack of Interoperability Between Solutions 50.0% 4.4 2.7 
Table 7.6 - Barriers to IT Adoption Non-Consensus 
Barrier to IT Adoption % with a 
Rating of 5 
or Higher 
Mean 
Rating 
Std. 
Dev. 
Consensus Not Achieved 
Lack of Project Management Maturity 40.0% 4.7 2.3 
Lack of a Mature Approach to Benefits Management & Realisation 40.0% 4.3 2.8 
Lack of IT Infrastructure to Support High Availability 40.0% 4.2 2.6 
Lack of Adequate Internal IT Expertise 40.0% 3.8 2.7 
Lack of Transparency Regarding the Full Costs of IT 30.0% 3.3 2.4 
Lack of Mature IT Architecture 30.0% 3.6 2.5 
Concerns regarding Privacy and Security of Health Information 30.0% 3.0 2.3 
Lack of a Defined IT Strategy 20.0% 2.6 2.1 
 
Examining the factors in Table 7.6, where consensus was not reached, this 
outcome is repudiated by the literature, that is, the literature supports that these are 
indeed barriers to IT adoption in acute healthcare. Considering possible explanations 
for this non-consensus, we can posit that all of these factors would likely be a direct 
accountability of the Chief Information Officer. Consequently, we can further 
speculate two possible explanations for the panel of experts not perceiving these 
factors as barriers to IT adoption: 1) the CIOs have put in place adequate controls to 
address these risks as would be a reasonable expectation of the CIO role; or, 2) the 
CIOs would not wish to admit these factors were important, as such admissions 
would reflect poorly on their performance in their roles. If the latter could be proven 
to be true then this would indicate an undesirable bias by respondents. 
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Research Recommendation R6  
Further research is required to understand if the barriers to IT adoption, which did not 
achieve consensus, are subject to professional bias by CIOs. This could be achieved by 
undertaking a study involving other C-suite executives such CEOs, CFOs and COOs. If bias is 
established, then further exploration of these factors in relation to IT governance controls is 
warranted. 
 
Having considered the second research sub-question, where a number of IT 
adoption factors have been agreed from our assembled panel of experts, this 
discussion shall now consider the primary research question. 
Primary Research Question: What IT Governance Controls 
enhance IT Adoption within the Australian Acute Healthcare 
Sector? 
A preliminary set of IT governance controls was presented to the assembled 
panel of expert acute healthcare CIOs in the Round Two survey. This set of IT 
governance controls was assembled based on: the literature reviewed; the Round One 
survey results; our theory-based model of IT adoption factors; and, the application of 
AS/NZS ISO/IEC 38500:2010. Chapter 6 reviewed the results of the Round Two 
survey and presented the consensus levels for each of the IT governance controls, 
which shows that there was consensus from the respondents that all IT governance 
controls listed were important to effective IT governance within the respondent’s 
respective organisation.  
The Round Three survey then asked respondents to rank the list of IT 
governance controls, which was expanded to include reasonable additional 
governance controls suggested in the Round Two survey. The results of the Round 
Two and Round Three survey are summarised in Table 7.7 below, which lists the IT 
governance controls in order of the Round Three survey mean ranking. It should be 
noted that the two means depicted in this table cannot be directly compared. The first 
mean, from the Round Two survey, is the average rating assigned by Round Two 
survey respondents using a 5-point Likert scale. The second mean, from the Round 
Three survey, is the average ranking assigned by the Round Three survey 
respondents, where IT governance controls were ranked from 1 through 25. 
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Table 7.7 –  IT Governance Controls Ranking 
 Round 2 Rating (1-5) Round 3 Ranking (1-25) 
IT Governance Control Consensus 
Level 
Mean
(𝒙) 
SD    
(𝝈) 
Rank Mean
(𝒙) 
SD    
(𝝈) 
IT Strategic Plan 100.0% 4.67 0.47 1 3.00 3.06 
IT Governance Committee 75.0% 4.00 1.29 2 3.83 3.53 
Business Case for IT Investment 100.0% 4.50 0.50 3 5.75 3.47 
Project Steering Committees 100.0% 4.67 0.47 4 7.75 3.39 
Risk Management 100.0% 4.25 0.43 5 8.25 3.11 
CIO Reporting Relationship 100.0% 4.67 0.47 6 8.42 7.87 
Progress Reporting against IT Strategic Plan  91.7% 4.42 0.64 7 8.67 6.33 
IT Investment Prioritisation Framework 83.3% 4.08 0.86 8 9.75 5.72 
IT Policies and Procedures 91.7% 4.25 0.60 9 9.92 6.12 
Project Management Framework / Project 
Management Office 
Added after Round Two 
survey 
10 10.00 6.01 
Assessment of Organisational Capacity 75.0% 4.08 0.76 11 12.50 5.72 
Progress Reporting on Strategic Initiatives 91.7% 4.25 0.64 12 12.50 5.74 
Change Management Framework 75.0% 4.17 0.80 13 13.92 4.27 
Resource Allocation Process 66.7% 3.75 0.83 14 14.83 4.34 
Service Delivery KPIs 83.3% 3.92 0.76 15 15.08 4.97 
Go-Live Gatekeeping 75.0% 3.92 0.86 16 15.42 3.55 
Project Portfolio Reporting 66.7% 3.92 0.76 17 15.50 4.25 
Vendor and Solution Assessment Tools 75.0% 4.08 0.76 18 16.75 5.04 
Post Implementation Review 75.0% 4.17 0.80 19 17.00 2.48 
IT External Audit Added after Round Two 
survey 
20 17.33 6.03 
External Benchmarking Added after Round Two 
survey 
21 17.58 7.51 
Delegations Manual Added after Round Two 
survey 
22 18.42 7.31 
Benefits Tracking 83.3% 4.08 0.64 23 19.33 3.57 
Project Closure Reporting 66.7% 3.67 0.75 24 20.42 2.81 
IT Code of Ethics Added after Round Two 
survey 
25 23.08 2.75 
 
To fully answer the primary research question, we shall discuss each of the 
resultant IT governance controls in turn, including, where appropriate, implications 
for research and practice. 
Figure 7.10 below depicts the final list of 25 IT governance controls and their 
relationship with the six IT governance principles and three IT governance actions 
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specified by AS/NZS ISO/IEC 38500:2010. The overall ranking of each control is 
shown in brackets after the control name. 
Figure 7.10 - ISO 38500 Constructed IT Governance Controls 
ISO 38500 CORE ACTIVITIES (Controls) 
PRINCIPLES Evaluate Direct Monitor 
Responsibility 
 
IT Governance Committee (2) 
CIO Reporting Relationship (6) 
Delegations Manual (22) 
Strategy 
 
Corporate Strategic Plan 
Progress Reporting against IT 
Strategic Plan (7) 
IT Strategic Plan (1) 
Business Risk Register which 
identifies IT risks and business 
risks requiring an IT solution 
Business Case for IT 
Investment (3) 
Acquisition 
 
IT Investment Prioritisation 
Framework (8) 
Assessment of Organisational 
Capacity (11) 
Vendor and Solution 
Assessment Tools (18) 
Tender/Contract Templates 
Tender/Contract Review 
Process 
Accountability  Framework 
for 3
rd
 Party Suppliers 
Performance 
 
Risk Management of IT Assets 
(5) 
Project Management Framework / PMO (10) 
Project Steering Committees 
(4) 
Resource Allocation Process 
(14) 
Go-Live Gatekeeping (16) 
Progress Reporting on 
Strategic Initiatives (12) 
IT Service Delivery KPIs (15) 
Project Portfolio Reporting 
(17) 
Post Implementation Reviews 
(19) 
External Benchmarking (21) 
Benefits Tracking (23) 
Project Closure Reporting 
(24) 
Conformance 
 
Compliance Register Staff Training & Development 
Progress towards Compliance 
Actions 
IT Internal Audit 
 IT Policies and Procedures (9) / IT Code of Ethics (25) 
IT External Audit (20) 
Human 
Behaviour 
Review Process for relevant 
Frameworks (e.g. Project 
Management etc) 
Change Management 
Framework (13) 
Survey Users 
Greyed-out controls denote controls not considered by this research as they are less IT 
specific and would be expected to exist as part of general corporate governance controls 
such as risk, audit and procurement processes. 
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The above IT governance controls are now discussed in the context of the 
principles promoted by the underpinning IT governance framework: AS/NZS 
ISO/IEC 38500:2010 Corporate governance of information technology (Standards-
Australia, 2010). 
ISO 38500 Principle 1: Responsibility 
The description from AS/NZS ISO/IEC 38500:2010: Those responsible for IT 
must have the authority to perform the actions for which they are responsible thus 
they must also be accountable. 
This ISO 38500 principle focuses on the responsibility and accountability for 
IT within an organisation. Whilst principally, operational responsibility and 
accountability for IT rests with the CIO, ISO 38500 emphasises the need for business 
owners to also have accountability for IT decisions (Chaudhuri, 2011).  
Research by Andriole (2009) argues that Boards also must accept 
accountability for oversight of IT investment and strategy, yet there is currently 
relatively little involvement by Boards in technology planning and this is in part due 
to the lack of technology expertise among Board members. Andriole argues that this 
is a pivotal time for technology governance due to technology simultaneously 
becoming commoditised and strategic.  
The IT governance controls that support the ISO 38500 principle of 
Responsibility include: 
 IT Governance Committee, 
 CIO Reporting Relationship and 
 Delegations Manual. 
 
Each of these IT governance controls will now be discussed. The first to be 
considered is the IT Governance Committee. 
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IT Governance Committee 
Description to Survey 
Respondents 
The establishment of an IT Governance Committee is a 
fundamental element of effective decision making. 
Round Three Ranking (1-25)  2  𝑥 = 3.83, 𝜎 = 3.53, 𝑚𝑖𝑛 = 1, 𝑚𝑎𝑥 = 11 
Round Two Rating (1-5)  𝑥 = 4.00, 𝜎 = 1.29 
Round Two Consensus 75% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(2) Whilst I would always support the need for a formal committee, 
have found that we have been able achieve the same result via 
senior relationships, discussions and annual agreement on major 
projects 
(5) Multi-disciplinary executive input 
(4) I believe that having an IT Governance Committee is a critical 
factor to attaining effective IT Governance however I find that 
Committee members don’t always participate to the full extent 
that they should therefore making this control not always as 
effective as it could be. 
(3) Currently done by the Exec team 
(4) With the recent national restructure it is too early to see how 
the IT governance will perform.  Unsure if Group CEO will be a 
member of the IT Steering Committee.  The new Functional 
divisions CEO’s (Public, Private, Aged Care) are on the IT 
governance committee.  It is unclear how the Divisions will work 
IT Adoption Factors Addressed • Inadequate capital funding 
• Lack of transparency of full costs of IT costs 
• Unclear benefits / return on investment 
• IT governance maturity 
 
IT Governance Committee ranked 2
nd
 in the Round Three survey. Much of the 
literature on IT governance promotes the value of an overarching IT governance 
committee that considers IT strategy and IT investment decisions aligned with 
business objectives (Ferguson et al., 2013; Ingebrigtsen et al., 2014; Ross & Weill, 
2004).  The Round One survey revealed that all but one of the respondents had an IT 
governance committee in place. Comments from respondents recognise the need for 
effective communication and collaboration with stakeholders both within the 
committee and outside the committee construct. 
Gartner (2008) argues that, in healthcare, it is important to develop effective 
clinical leadership roles involved in IT governance such as a Chief Medical 
Information/Informatics Officer (CMIO). This involvement of clinicians in IT 
decision-making is also supported by Glaser (2009) who recommends that when it 
comes to clinical systems such as EMRs, clinicians should be extensively involved. 
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Whilst an IT Governance Committee is recognised as an important IT 
governance control, there was no suggestion from study respondents that there needs 
to be greater oversight of IT investment decisions by the organisation’s Board. With 
digital disruption now common in most sectors (Weill & Woerner, 2015), the 
question of IT literacy on Boards and Board involvement in IT strategy is one worth 
pursuing in academia. A study by Turel and Bart (2010) of 146 Canadian 
organisations suggests that considerable Board-level oversight of IT positively 
affects an organisation’s performance. A key issue for IT Governance Committees, 
irrespective of Board involvement, is that members have appropriate levels of IT 
literacy and systems implementation experience, without which, IT governance 
Committees will fail to be effective in discharging their responsibilities. 
Research Recommendation R7 
Research is required to determine if there is a need for IT literacy skills on acute healthcare 
organisation Boards and presuming the need is proven then research is also required that 
identifies the types of IT literacy skills required. 
 
Practice Recommendation P1 
Healthcare CIOs should ensure that IT governance committees regularly review their 
performance and that membership includes influential clinicians. The function of IT 
governance committees should seek to follow a maturity journey that continuously 
improves the performance of the committee. 
 
The second control, within the IT governance principle of Responsibility, 
illustrates the importance of the CIO Reporting Relationship. 
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CIO Reporting Relationship 
Description to Survey 
Respondents 
The reporting relationship of the CIO role within the organisational 
structure can have a significant impact on the effectiveness of the 
role. In particular, a direct reporting relationship to the CEO is 
considered important for effective IT strategy development and 
execution. 
Round Three Ranking (1-25)  6 𝑥 = 8.42, 𝜎 = 7.87, 𝑚𝑖𝑛 = 1, 𝑚𝑎𝑥 = 24 
Round Two Rating (1-5)  𝑥 = 4.67, 𝜎 = 0.47 
Round Two Consensus 100% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(5) The current reporting relationship is limiting value add 
(4) Requires broad executive relationships with peers 
(5) Essential to have the CEO engaged and committed to IT 
Strategy. 
(4) CIO does NOT report to the CEO.   
IT Adoption Factors Addressed • Lack of internal IT expertise 
• IT governance maturity 
 
CIO Reporting Relationship ranked 6
th
 in the Round Three survey. As 
discussed in Chapter 2, one of the mainstreams of research into IT governance is 
concerned with IT governance forms (Brown & Grant, 2005). Studies such as 
Bradley et al. (2012) show that the CIO structural power has a significant and 
positive effect on IT governance. Based on our Round One survey responses, we see 
that half of the organisations surveyed have the CIO report directly to the CEO. 
The importance of the CIO reporting relationship with the CEO is echoed in 
one of the comments from the respondents stating ‘the current reporting relationship 
is limiting value’. In this instance the CIO of this organisation did not report directly 
to the CEO.  
Figure 7.11 below illustrates the relationship between CIO reporting 
relationship, IT governance maturity and IT systems adoption. Organisations where 
the CIO reports directly to the CEO are marked with a yellow diamond for IT 
governance maturity, whereas organisations where the CIO reports to someone other 
than the CEO are marked with a green square. 
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Figure 7.11 - CIO Reporting Relationship Compared with IT Governance Maturity and IT 
Systems Adoption 
 
Based on the data from the Round One survey, there is insufficient evidence to 
suggest that the CIO reporting relationship has an impact on either IT governance 
maturity or IT systems adoption. 
Research Recommendation R8  
Additional research is required to determine if CIO structural power is significant in acute 
healthcare in Australia in terms of IT governance effectiveness and IT adoption. 
  
Practice Recommendation P2 
Healthcare CIOs should ensure that they continue to promote the importance of IT at Board 
and Executive level and continue to evolve discussions of CIO structural power with the CEO 
to reflect emerging technologies and trends specific to the acute healthcare sector. 
 
The final governance control to be considered within the principle of 
Responsibility is the use of a Delegations Manual. 
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Delegations Manual 
Description to Survey 
Respondents 
Defines who is accountable for a function/process and quantifies 
their corresponding authorised limits of expenditure. 
Round Three Ranking (1-25)  22  𝑥 = 8.42, 𝜎 = 7.87, 𝑚𝑖𝑛 = 6, 𝑚𝑎𝑥 = 25 
Round Two Rating (1-5) Not applicable as this control was added as a result of suggestions 
from the Round Two survey. 
Round Two Consensus 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
IT Adoption Factors Addressed • IT governance maturity 
• Threat to physician autonomy 
• Stakeholder Engagement 
 
Delegations Manual ranked 22
nd
 in the Round Three survey. This IT 
governance control was added after it was suggested as an additional control in the 
Round Two survey. Although ranked 22
nd
 overall, there was substantial variability in 
rankings from the Round Three survey with a number of respondents rating this 
control in their top 10. 
A Delegations Manual, covering IT delegations, typically outlines which roles 
within the organisation have delegated authority for the acquisition of ICT including 
business software solutions and usually incorporates financial tiering of that 
authority. Such a Delegations Manual, could be broadly categorised as a form of IT 
Policy / Procedure. The principles of Board delegated authority within Corporate 
Governance are well established (Tricker, 2015), including the use of policies and 
procedures for establishing acceptable organisational behaviour. 
As with any behavioural standard or policy, organisations rely on staff 
compliance with the policy, which is difficult to attest without automated systems to 
either enforce policy or audit compliance. Experience shows that CIOs regularly are 
unaware of IT solution acquisitions until after the system has been purchased and the 
area who made the purchase is asking the IT group to install and integrate the 
solution. 
Practice Recommendation P3 
Healthcare CIOs should ensure that authority and accountability for IT acquisitions is clearly 
articulated in relevant policies including a delegations manual and that these policies are 
communicated and understood by staff. 
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We shall now consider the second ISO 38500 IT governance principle: 
Strategy. 
ISO 38500 Principle 2: Strategy 
The description from AS/NZS ISO/IEC 38500:2010: The organization’s 
business strategy takes into account the current and future capabilities of IT; the 
strategic plans for IT satisfy the current and ongoing needs of the organization’s 
business strategy. 
The second ISO 38500 principle of Strategy clearly articulates the need for 
organisations to undertake IT strategic planning that aligns to business objectives but 
also that business strategy must have consideration for current and future 
technologies. 
In a study by Marshall and McKay (2003), the researchers suggest that good IT 
governance depends on an integrated cycle of IT strategic planning, evaluation and 
benefits management. It is also recognised that effective strategic planning relies on 
an appropriate assessment of organisational risk. 
The IT governance controls that support the ISO 38500 principle of Strategy 
include: 
 IT Strategic Plan; 
 Business Case for IT Investment; and 
 Progress Reporting against IT Strategic Plan. 
 
Each of these IT governance controls will now be discussed. The first control 
to be considered under Strategy is the importance of developing an IT Strategic Plan. 
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IT Strategic Plan 
Description to Survey 
Respondents 
The organisation should maintain a detailed IT strategic plan that 
incorporates business requirements. 
Round Three Ranking (1-25)  1  𝑥 = 3.00, 𝜎 = 3.06, 𝑚𝑖𝑛 = 1, 𝑚𝑎𝑥 = 12 
Round Two Rating (1-5)  𝑥 = 4.67, 𝜎 = 0.47 
Round Two Consensus 100% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(5) Noticeable at the moment as previous plan has expired 
(5) For reference and communication 
(5) End goal of our strategic planning methodology is the creation 
of a permanent strategic planning process that includes a 
governance model and an overall goal of business / IT alignment. 
(4) Tries to match business strategic plan, moving target 
(4) Much better now Board has a National view of IT strategy and 
investments. 
IT Adoption Factors Addressed • Proliferation of medical knowledge beyond human cognitive 
capacity 
• Increasing demand for services 
• Patient (healthcare consumer) expectations 
• Regulatory pressures for increased patient safety and quality of 
outcomes 
• Need for improved communication between clinicians relating 
to patient care 
• Internal pressure to improve efficiency and reduce cost of 
healthcare 
• Staff expectations 
 
IT Strategic Plan ranked 1
st
 in the Round Three survey. IT strategic planning 
also ranked 1
st
 after the Round Two survey and comments from respondents support 
this control as being a key enabler of effective IT governance as well as an effective 
tool for communicating IT objectives with the Board.  
The high ranking of IT strategic planning is consistent with the reviewed 
literature, which suggests that IT governance ultimately marries IT investment with 
organisational strategy (De Haes & Van Grembergen, 2004). Van Grembergen 
(2007) and Glaser (2004) also argue that just as IT strategy is an important element 
of IT governance, IT strategy requires good governance to ensure it is aligned to 
organisational strategy. 
IT strategic planning supports the ISO 38500 key accountabilities of: 
Evaluating the current and future use of IT; and Directing the preparation and 
implementation of plans to ensure that IT meets business objectives. 
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IT strategic planning is also the key mechanism by which organisations can 
address a number of drivers for IT adoption as listed above. These external drivers 
are drawn from Institutional Theory, where coercive and mimetic isomorphism puts 
pressure on organisations to make changes to meet external expectations. According 
to Zuckerman (2006), healthcare organisations have a proclivity towards risk 
aversion in strategic planning, therefore care is required to ensure that IT strategic 
plans don’t ignore these external pressures. 
When developing an IT Strategic Plan, CIOs also need to take into 
consideration emerging trends in technology, including potential digital disruptors to 
traditional business models in healthcare. CIOs should also consider emerging 
medical technology which typically includes ongoing advances in medical imaging 
technology and laboratory based diagnostics such as genomics and proteomics. 
Inevitably these technology-based advances in medical diagnostics generate 
substantial volumes of data that need to be integrated into the organisation’s 
enterprise architecture. 
Research Recommendation R9 
Additional research is required to determine if there is a particular approach to IT strategic 
planning needed in acute healthcare, given the drivers of IT adoption and barriers to IT 
adoption that have been identified. 
 
Practice Recommendation P4 
Healthcare CIOs should ensure that IT strategic plans are kept current and that their 
organisation is appropriately engaged in its ongoing review and development. This 
engagement should include the Board Directors and other senior stakeholders including 
clinicians. IT strategic planning in acute healthcare should give consideration to the drivers 
of, and barriers to, IT adoption that have been discussed in this research. 
 
The second governance control to be considered under the principle of Strategy 
is the need to develop robust Business Cases for IT Investment. 
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Business Case for IT Investment 
Description to Survey 
Respondents 
All business cases should be able to articulate how they are linked 
to the organisation’s strategic objectives. 
Round Three Ranking (1-25)  3  𝑥 = 5.75, 𝜎 = 3.47, 𝑚𝑖𝑛 = 2, 𝑚𝑎𝑥 = 13 
Round Two Rating (1-5)  𝑥 = 4.50, 𝜎 = 0.50 
Round Two Consensus 100% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(5) Process important for us to objectively analyse the various 
available solutions and ensure our recommendations fit with the 
overall business goals. 
(4) Getting better as National Exec have to sign off IT investments 
where State use to be able to convince themselves and approve 
local State investments. 
IT Adoption Factors Addressed • Payer incentives for IT adoption 
• External pressure to improve efficiency and reduce cost of 
healthcare 
• Regulatory and Legislative controls regarding patient privacy 
• Internal pressure to improve efficiency and reduce cost of 
healthcare 
• Inadequate capital funding 
• Concerns about maintenance costs 
• Unclear benefits / return on investment 
• Complexity of IT solution implementation 
• Lack of transparency of full costs of IT 
• Broad versus narrow patient focus 
• Efficiency versus risk drivers 
• Clinician goals for patient outcomes versus organisational goals 
• Preparedness to invest time to allow for the diffusion to occur at 
a pace appropriate for the organisation 
 
Business Case for IT Investment ranked 3
rd
 in the Round Three survey. As can 
be seen from the above list of IT adoption factors that are addressed by this IT 
governance control, establishing a business case is a key mechanism for managing 
many of the risks inherent in IT investment. Business Case for IT Investment 
supports the ISO 38500 key accountability of Directing the preparation and 
implementation of plans to ensure that IT meets business objectives. 
According to a study by Whittaker (1999), a weak business case is one of the 
three most common reasons for failed IT projects, along with poor project planning 
and lack of top management involvement and support.  
A well-structured business case for IT investment is necessary to ensure the 
return on investment is fully understood. This is sometimes difficult in healthcare 
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because the long-term benefits of IT adoption in healthcare often accrue to the 
patients and payers and not to healthcare providers (Andersson et al., 2002). 
This difficulty in justifying IT investment in healthcare is supported by the 
results from the Round One survey where respondents were asked to provide a 
reason why there were no plans to implement specific technologies. For clinical 
systems implementation, the principal reason cited for having no plans was that there 
was no business/clinical driver or requirement.  
Ultimately the business case process needs to be integrated into the IT 
Investment Prioritisation Framework process to ensure there is consistency in how 
business cases are assessed and prioritised. Similarly, the process for benefits 
tracking needs to have its origins in the business case for investment, where the 
initial benefits from the investment need to be articulated and defended. 
As can be seen from the above list of IT adoption factors addressed by this IT 
governance control, the use of business cases for IT investment is key to bringing 
attention to, and addressing, many of the IT adoption factors that emerge from our 
theory-based model of IT adoption factors – specifically those factors from 
Institutional Theory that impact on IT investment decisions. Institutional Theory 
explains the normative behaviour of organisations based on internal and external 
social pressures. 
Business cases are designed to justify and defend investment of organisational 
resources. The use of a robust business case allows organisations to a) directly 
address these internal and external pressures; and, b) reiterate their institutional 
legitimacy within society. This opportunity to reiterate societal legitimacy, along 
with economic fitness, are aspects of institutional isomorphism that are particularly 
important to acute healthcare organisations (DiMaggio & Powell, 1983).  
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Research Recommendation R10  
Further research is required to assess the quality of IT business cases in acute healthcare to 
determine if quality of the business case is significant in relation to business case outcomes. 
 
Practice Recommendation P5 
Healthcare CIOs should ensure there is a consistent approach to the development of IT 
related business cases and a clear business owner, other than the CIO, is identified. The 
business case should seek to address key benefits and risks including consideration for the 
drivers of, and barriers to, IT adoption that have been discussed in this research. 
Consideration should also be given to how the business case, or, where appropriate, 
preliminary business case, participates in the IT Investment Prioritisation process. 
 
The final governance control to be considered under the principle of Strategy is 
the periodic Progress Reporting against the IT Strategic Plan. 
 
Progress Reporting against IT Strategic Plan 
Description to Survey 
Respondents 
Like any strategic plan, the IT strategic plan should be reported 
against in relation to progress made and/or any changes in 
direction / priority. 
Round Three Ranking (1-25)  7  𝑥 = 8.67, 𝜎 = 6.33, 𝑚𝑖𝑛 = 3, 𝑚𝑎𝑥 = 20 
Round Two Rating (1-5)  𝑥 = 4.42, 𝜎 = 0.64 
Round Two Consensus 91.7% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(4) Ensuring continuous alignment 
(3) Being implemented 
(4) Getting better now the Board has a view of ALL States IT 
investments. 
IT Adoption Factors Addressed • Lack of internal IT expertise 
• Lack of project management maturity 
• IT governance maturity 
• Lack of transparency of full costs of IT 
• Communication of early adopter outcomes 
 
Progress Reporting against IT Strategic Plan ranked 7
th
 in the Round Three 
survey. This governance control supports the ISO 38500 key accountability of 
Monitoring performance against plans. 
Board Directors, in particular, should take a keen interest in monitoring the 
performance of IT against strategic plans as part of their fiduciary responsibilities for 
corporate governance (Adams et al., 2008), however evidence suggests that 
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monitoring of performance by Boards is highly inconsistent and largely dependent on 
the Board’s relationship with the CEO (Tuggle, Sirmon, Reutzel, & Bierman, 2010).  
Progress reporting against the IT strategic plan is important because it helps 
establish legitimacy for ongoing investment in IT within an organisation by 
demonstrating the ongoing value of prior IT investments. Progress reporting also 
provides an opportunity to re-affirm IT alignment with organisational objectives and, 
where necessary, make course adjustments, based on changes in organisational 
objectives or possibly emerging technology risks and opportunities. 
Without this periodic reflection on the currency and legitimacy of the IT 
strategic plan, then, at best, the IT strategic plan loses credibility, and at worst, leaves 
the organisation without a credible plan for IT investment. Similar to IT Strategic 
Plans and Business Cases for IT Investment, the reporting of progress against IT 
Strategic Plans provides organisations with an opportunity to further support their 
institutional legitimacy and social and economic fitness consistent with Institutional 
Theory. 
 
Practice Recommendation P6 
Healthcare CIOs should work with CEOs to report progress against IT strategic plans to their 
Board. This progress reporting should ensure that there is reporting against strategic plan 
objectives, the status of initiatives and the quantifiable benefits that have been delivered. 
This periodic reporting to the Board will help to ensure that the IT strategic plan remains 
relevant and aligned to organisational objectives. 
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ISO 38500 Principle 3: Acquisition 
The description from AS/NZS ISO/IEC 38500:2010: IT acquisitions are made 
for valid reasons, on the basis of appropriate and ongoing analysis, with clear and 
transparent decision making. There is appropriate balance between benefits, 
opportunities, costs, and risks, in both the short term and the long term. 
The third ISO 38500 principle of Acquisition goes beyond ensuring that a fit-
for-purpose business case is created and assessed, by providing appropriate levels of 
rigour for the processes of agreeing the business case, assessing solutions and 
contracting for solutions and services. 
Tender processes for IT acquisition and accountability frameworks for 3
rd
 party 
suppliers are presumed to follow usual organisational practices and, as such, have not 
been considered by this research. 
The IT governance controls that support the ISO 38500 principle of 
Accountability include: 
 IT Investment Prioritisation Framework; 
 Assessment of Organisational Capacity; and 
 Vendor and Solution Assessment Tools. 
 
All three of these IT governance controls principally address the ISO 38500 
task of Evaluating the current and future use of IT. The first control examined is the 
IT Investment Prioritisation Framework. 
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IT Investment Prioritisation Framework 
Description to Survey 
Respondents 
To facilitate transparent and appropriate decision making for IT 
investment, a prioritisation framework should be implemented 
which takes into account the drivers and barriers/risks to 
investment. 
Round Three Ranking (1-25)  8  𝑥 = 9.75, 𝜎 = 5.72, 𝑚𝑖𝑛 = 3, 𝑚𝑎𝑥 = 25 
Round Two Rating (1-5)  𝑥 = 4.08, 𝜎 = 0.86 
Round Two Consensus 83.3% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(3) A prioritisation framework exists but it assumes information is 
known when prioritising projects.  It’s like a business case needs to 
exist for every project before true prioritisation framework can be 
applied with any vigour otherwise Execs spend too much time 
“discussing” the rating! 
(5) Linkage to business objectives 
(4) Consider this important to ensure that dollars are spent to bring 
maximum results. 
(2) Needs improvement 
(4) Getting much better at a National level now.  Previously State 
rights of choice made ‘common’ investments difficult. 
IT Adoption Factors Addressed • Inadequate capital funding 
• Concerns about maintenance costs 
• Unclear benefits / return on investment 
• IT governance maturity 
• Complexity of IT solution implementation 
• Preparedness to invest time to allow for the diffusion to occur 
at a pace appropriate for the organisation 
 
IT Investment Prioritisation Framework ranked 8
th
 in the Round Three survey. 
This governance control supports the ISO 38500 key accountability of Evaluating 
the current and future use of IT and seeks to provide decision makers with a tool to 
compare multiple IT investment requests.  Establishing a prioritisation framework 
implies that certain characteristics of the investment will influence that decision and 
that decision-makers have sufficient information to rate each investment request 
according to a consistent set of criteria – as was echoed by the above comments from 
respondents. 
Upon searching the literature for IT investment prioritisation methods, it 
became clear that little research exists (Bardhan et al., 2004). Popular among the few 
authors that have attempted this challenge, such as Angelou and Economide (2008) 
and Bardhan et al. (2004), is the building of a mathematical formula with a complex 
series of variables to determine a prioritisation score. Given, however, the 
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sensemaking process that clinicians follow (Currie et al., 2011), for the healthcare 
sector, a prioritisation framework needs to be easily comprehended by clinicians 
as key stakeholders, irrespective of whether or not they are the ultimate decision-
makers. This is because IT systems in healthcare cannot be implemented by mandate 
and require significant consensus-building among clinicians to have any chance of 
success (Smaltz et al., 2005). A well-designed prioritisation framework can explicitly 
support clinician’s sensemaking journey by ensuring that consideration is given to 
how the technology impacts clinician roles. Such an approach is supported by 
Sensemaking Theory where the implementation of information systems requires a 
focus on clinician identity. 
Based on this research’s discussion regarding the importance of considering the 
drivers of, and barriers to, IT adoption in healthcare, the IT Investment Prioritisation 
Framework provides an ideal opportunity for organisations to consider these factors 
when deciding whether or not to pursue a particular IT investment. This 
consideration would typically be a precursor to a fully articulated business case for 
investment and, as already discussed with business cases, provides organisations 
with an opportunity to demonstrate their institutional legitimacy.  
Research Recommendation R11 
Research is required to determine the most effective approach to IT investment 
prioritisation in acute healthcare given the need for clinicians to be engaged in the decision-
making process. 
 
Practice Recommendation P7 
Healthcare CIOs should implement an IT investment prioritisation framework that gives 
consideration to the drivers of, and barriers to, IT adoption in acute healthcare discussed in 
this research. This consideration of drivers and barriers should include risk assessment 
techniques such as rating the likelihood and consequence of each factor as a way for 
organisations to effectively risk rate potential IT investments. 
 
The second governance control to be discussed under the principle of 
Acquisition is the need to Assess Organisation Capacity as part of IT investment 
decision-making. 
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Assessment of Organisational Capacity 
Description to Survey 
Respondents 
As part of the decision-making for IT investment, organisational 
capacity to implement and sustain the investment needs to be 
assessed. 
Round Three Ranking (1-25)  11  𝑥 = 12.50, 𝜎 = 5.72, 𝑚𝑖𝑛 = 4, 𝑚𝑎𝑥 = 22 
Round Two Rating (1-5)  𝑥 = 4.08, 𝜎 = 0.76 
Round Two Consensus 75.0% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(5) And organisational capability. All too often we determine that 
an IT solution will drive efficiencies or reduce risk or...without 
consideration for the user’s IT capability. I have found that there is 
a high proportion of clinical staff that are baby boomers so their 
capability to adopt technology is low. 
(4) I agree but we haven’t had to do this properly to assess its 
importance.  We have been to date a “Yes” machine and only 
recently really experience the No response. 
(4) Assessment against established criteria is completed as part of 
business case. 
(3) Currently ad hoc 
(3) Not really done well.  Similar to Resource allocation Process. 
IT Adoption Factors Addressed • Lack of internal IT expertise 
• Lack of project management maturity 
 
Assessment of Organisational Capacity ranked 11
th
 in the Round Three survey. 
This governance control supports the ISO 38500 key accountability of Evaluating 
the current and future use of IT.  
Authors such as Chaudhry (2006) highlight the importance of organisational 
capacity for successful IT investments. This capacity extends beyond financial 
affordability and includes the organisation’s ability to absorb substantial change. 
Reineck (2007) argues that in healthcare, traditional linear models of change do not 
apply in an environment typically characterised by circular, chaotic change and 
consequently change fatigue is common in clinicians irrespective of whether or not 
the change was induced by structural, behavioural or technological conditions.  
As discussed earlier, the IT governance control – IT Investment Prioritisation 
Framework provides an ideal opportunity for organisations to assess organisational 
capacity as one of the potential barriers to IT adoption.  
Practice Recommendation P8 
Healthcare CIOs should ensure that assessment of organisational capacity is one of the 
criteria addressed within the IT investment prioritisation framework.  
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The final governance control to be discussed under the principle of Acquisition 
is the requirement for Vendor and Solution Assessment Tools. 
Vendor and Solution Assessment Tools 
Description to Survey 
Respondents 
When selecting an IT solution, the solution and the vendor should 
be assessed against appropriate due diligence criteria to ensure the 
solution is fit for purpose and the vendor is viable. 
Round Three Ranking (1-25)  18  𝑥 = 16.75, 𝜎 = 5.04, 𝑚𝑖𝑛 = 6, 𝑚𝑎𝑥 = 23 
Round Two Rating (1-5)  𝑥 = 4.08, 𝜎 = 0.76 
Round Two Consensus 75.0% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(5) Is there a higher score than 5? There is always a sense of 
urgency that conflicts with taking the time to apply the tools 
properly. 
(5) Done as part of our risk assessment 
(3) Currently ad hoc 
(4) Generally done pretty well, but not always the ‘best’ solution 
chosen as there are compromises made with all good intent, but 
sometime suboptimal outcomes. 
IT Adoption Factors Addressed • Inability of vendors to expertly implement their solutions 
• Maturity and Viability of solution vendors 
• Lack of interoperability Between Solutions 
• Ability to adapt the software to local conditions 
• Trialability of solutions 
 
Vendor and Solution Assessment Tools ranked 18
th
 in the Round Three survey. 
This governance control supports the ISO 38500 key accountability of Evaluating 
the current and future use of IT. Although ranked relatively low, there was consensus 
by respondents that it is an important governance control. This importance stems 
principally from a recognition that implementing IT systems in clinical settings is 
complex and vendors struggle to understand their own complex solutions let alone 
the complex clinical work flows that exist in acute healthcare (Sherer, 2010; 
Andersson et al., 2002).  
This perceived lack of maturity in the market place for clinical solutions is a 
contributing factor to clinician resistance to IT solutions. The more robust the 
process of vendor and IT solution assessment, the more confidence clinicians will 
have that the solution is fit-for-purpose and that the vendor has the capacity and 
capability to deliver the solution. 
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Practice Recommendation P9 
Healthcare CIOs should implement vendor and solution assessment tools that measure 
vendor capability beyond their solution’s alignment with business needs. In particular, the 
vendor’s ability to provide quality implementation services and ongoing support for their 
solution should be taken into account. 
 
ISO 38500 Principle 4: Performance 
The description from AS/NZS ISO/IEC 38500:2010: IT is fit for purpose in 
supporting the organization, providing the services, levels of service and service 
quality required to meet current and future business requirements. 
The fourth ISO 38500 principle of Performance is focused on establishing 
appropriate controls for ensuring that IT is performing in accordance with 
organisational expectations, that IT investments are effectively executed and 
delivering the benefits promised. 
As previously discussed, a principal function of a governing board is to ensure 
the performance of the organisation is appropriately monitored (Adams et al., 2008). 
It is not surprising therefore that a substantial proportion of the IT governance 
controls proffered by this research are targeted at this ISO 38500 principle. 
The IT governance controls that support the ISO 38500 principle of 
Performance include: 
 Risk Management of IT Assets, 
 Project Management Framework / PMO, 
 Project Steering Committees, 
 Resource Allocation Process, 
 Go-Live Gatekeeping, 
 Progress Reporting on Strategic Initiatives, 
 IT Service Delivery KPIs, 
 Project Portfolio Reporting, 
 Post Implementation Reviews, 
 External Benchmarking, 
 Benefits Tracking, and 
 Project Closure Reporting. 
 
These IT governance controls will now be discussed, beginning with Risk 
Management of IT Assets. 
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Risk Management of IT Assets 
Description to Survey 
Respondents 
A risk management framework is required to ensure that 
appropriate risk assessments are conducted relevant to the 
organisation’s IT assets. 
Round Three Ranking (1-25)  5  𝑥 = 8.25, 𝜎 = 7.87, 𝑚𝑖𝑛 = 4, 𝑚𝑎𝑥 = 14 
Round Two Rating (1-5)  𝑥 = 4.25, 𝜎 = 0.43 
Round Two Consensus 100% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(4) I have only rated this 4 as I feel the real risks are often not 
stated e.g. capabilities of people involved in the project and there 
can be an over focus on less important risks.  I therefore question 
the real importance but remain concerned that this isn’t correct.  It 
maybe that we are managing the real risks “behind the scenes” or 
accepting lower outcomes from a project given the capabilities of 
the individual(s) involved. Accountability is a problem at our 
institution. 
(5) Management of success and failure 
(5) Consider it important to balance acceptable risk against 
expected value in all decisions related to our IT activity 
(4) Generally documented pretty well 
IT Adoption Factors Addressed Applies to all factors 
 
Risk Management of IT Assets ranked 5
th
 in the Round Three survey and there 
was absolute consensus after the Round Two survey that risk management of IT 
assets is an important component of IT governance. This IT governance control 
supports the ISO 38500 key accountability of Evaluating the current and future use 
of IT. Risk management as an IT governance control for existing IT assets is 
principally concerned with a risk assessment of existing IT assets and their ongoing 
ability to meet organisational needs.  
Risk management is central to any governance model (Bart & Turel, 2010), yet 
there is substantial variation in how effective organisations are at managing risk 
(Bradley et al., 2012). The focus of this governance control is for organisations to 
undertake regular risk assessments of their existing IT assets. By doing so, 
organisations can anticipate, prevent and mitigate problems that may arise in the use 
and management of important IT assets. Risks associated with an existing IT asset 
are typically technical risks including: the ongoing viability of the product and its 
vendor; the reliability of the IT infrastructure that supports the solutions; security 
threats; and the ability for the organisation to effectively manage and support the 
system (Stoneburner, Goguen, & Feringa, 2002).  
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Experience has shown that failure to monitor ongoing viability in existing IT 
assets can often lead to rushed decisions to replace existing assets once it is 
discovered that the solution is at end-of-life. Compressed timeframes for decision-
making ultimately lead to short-cuts in the solution acquisition process that increase 
risk of investment failure. 
Practice Recommendation P10 
Healthcare CIOs should implement a programme of regular risk assessment of existing IT 
assets with appropriate mitigation plans established and monitored. Significant risks should 
be included in the corporate business risk register and where appropriate highlighted with 
the CEO and Board. CIOs should also give consideration to integrating existing IT asset risk 
assessments into internal audit programmes. 
 
The second governance control to be considered under the principle of 
Performance is the establishment of a Project Management Framework, including 
the establishment of a Project Management Officer (PMO) to implement the 
framework. 
Project Management Framework / PMO 
Description to Survey 
Respondents 
An organisation wide methodology (e.g. Prince 2
TM
) for managing 
and reporting projects (not just ICT). The PMO should be 
responsible for gatekeeping. 
Round Three Ranking (1-25)  10  𝑥 = 10.00, 𝜎 = 6.01, 𝑚𝑖𝑛 = 4, 𝑚𝑎𝑥 = 23 
Round Two Rating (1-5) Not applicable as this control was added as a result of suggestions 
from the Round Two survey. 
Round Two Consensus 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
IT Adoption Factors Addressed • Lack of project management maturity 
• IT governance maturity 
• Complexity of IT solution implementation 
• Stakeholder engagement 
 
Project Management Framework / Project Management Office ranked 10
th
 in 
the Round Three survey. This control was added after suggestions from the Round 
Two Survey. 
The establishment of a Project Management Framework and its supporting 
Project Management Office, supports the ISO 38500 key accountabilities of: 
Directing the preparation and implementation of plans to ensure that IT meets 
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business objectives; and Monitoring conformance to policies, and performance 
against the plans. 
There are a number of popular project management methodologies including 
PRINCE
TM
 (projects in controlled environments), PMBOK
TM
 (project management 
body of knowledge) and SSADM
TM
 (structured systems analysis and design 
methodology). In a study by Fortune, White, Jugdev, and Walker (2011), which 
looked at project management practices in Australia, Canada and the UK, it is clear 
that although there has been an increase in the professionalisation of project 
managers, there is significant variation in project management methods and tools in 
use, including a number of organisations that do not use any methodologies or tools. 
Maturity in project management is a key enabler for project success. This 
maturity stems as much from the experience and capability of project managers as it 
does from the methods and processes adopted. Within healthcare, project 
management is seen more and more as a desirable skill for healthcare managers 
(Stefl, 2008; Calhoun et al., 2008). 
 
Research Recommendation R12 
Given the importance of project management as an IT governance control and the 
importance of project management to project success, additional research into project 
management maturity in the acute healthcare sector may provide additional insights. 
 
Practice Recommendation P11 
Healthcare CIOs should ensure that the project management framework implemented is 
effective for their organisation, is consistently implemented for all projects, not just IT 
projects, and that a project management office is established to support best-practice 
project management implementation and build internal project management capability. 
 
The third governance control to be considered under the principle of 
Performance is the use of Project Steering Committees to have governance oversight 
of IT projects. 
  
 199 Chapter 7: Discussion 
 
Project Steering Committees 
Description to Survey 
Respondents 
Project steering committees should be established to provide 
senior oversight and governance of project execution to ensure 
resources are properly utilised, risk and issues are dealt with and 
project objectives are met. 
Round Three Ranking (1-25)  4 𝑥 = 7.75, 𝜎 = 3.39, 𝑚𝑖𝑛 = 1, 𝑚𝑎𝑥 = 13 
Round Two Rating (1-5)  𝑥 = 4.67, 𝜎 = 0.47 
Round Two Consensus 100% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(5) Steering Committees always established with each Project. 
(5) For large projects, importance (and membership) grows with 
project scale 
(4) Big key projects have them. Smaller ones do not. 
IT Adoption Factors Addressed • IT governance maturity 
• Lack of project management maturity 
• Complexity of IT solution implementation 
• Centralised versus decentralised decision making processes 
• Broad versus narrow patient focus 
• Efficiency versus risk drivers 
• Clinician goals for patient outcomes versus organisational goals 
• Stakeholder engagement 
• Communication of early adopter outcomes 
• Clinical Leaders as champions of the solution 
• Organisational support for decentralised decision making in 
relation to local implementations of the solution 
 
Project Steering Committees ranked 4
th
 in the Round Three survey and there 
was absolute consensus after the Round Two survey that project steering committees 
are an important component of IT governance. This governance control supports the 
ISO 38500 key accountability of Directing preparation and implementation of plans 
and policies to ensure that use of IT meets business objectives. 
According to McGrath and Whitty (2013), project steering committees can be 
effective IT governance mechanisms provided they are afforded structural power to 
make decisions and that steering committees are established with two objectives: 
1) To alter the autocratic, hierarchical organisational power structure by 
introducing a democratic decision making process for IT and its users, 
modelled on the company board of directors; and 
2) To collaborate, gaining the benefit of input from multiple affected sources 
(stakeholders). 
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As can be seen from the list of IT adoption factors addressed by this IT 
governance control, IT steering committees play a critical role in managing project 
risks and outcomes.  
As with the IT governance committee, the effectiveness of project steering 
committees depends on committee members having appropriate levels of IT literacy 
and systems implementation experience, without which, project steering committees 
will fail to be effective in discharging their responsibilities. 
A key duty of Project Steering Committees is to enforce project gateway 
reviews and be effective gatekeepers of the authority to progress projects to 
subsequent phases, including, arguably, the most critical gateway assessment of 
whether or not a system is ready to go-live into production. This Go-live 
Gatekeeping governance control is discussed a little later in this section. 
The other key responsibility of project steering committees is to ensure that the 
following ‘project levers’ are being managed: project schedule; project costs; and, 
quality of outcomes (Lechler & Cohen, 2009). 
Research Recommendation R13 
Research is required to measure outcomes of IT projects in acute healthcare against the 
structure and function of project steering committees. 
 
Practice Recommendation P12 
Healthcare CIOs should ensure that all major IT projects are governed by a project steering 
committee with appropriate stakeholder representation including a defined business owner 
of the solution who is accountable for the project benefits. CIO’s should ensure that IT 
related project steering committees have in place a Committee Terms of Reference that 
consistently addresses the objectives of the steering committee and its responsibilities and 
accountabilities. 
 
The fourth governance control to be considered under the principle of 
Performance is the Resource Allocation Process associated with the ongoing support 
of IT systems. 
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Resource Allocation Process 
Description to Survey 
Respondents 
The organisation needs to ensure that sufficient IT resources are 
allocated to meet the needs of the organisation, particularly in 
regards to new IT acquisitions which require significant ongoing 
support. 
Round Three Ranking (1-25)  14  𝑥 = 14.83, 𝜎 = 4.34, 𝑚𝑖𝑛 = 9, 𝑚𝑎𝑥 = 22 
Round Two Rating (1-5)  𝑥 = 3.75, 𝜎 = 0.83 
Round Two Consensus 66.7% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(4) Management of success and failure 
(3) Most definitely required but again, don’t believe we assess this 
realistically. 
(3) Generally do projects on the ‘smell of an oily rag’. To keep costs 
down. Dedicated resources hard to fund. Lots of seconded roles 
with little back filling money. 
IT Adoption Factors Addressed • Lack of internal IT expertise 
• Lack of project management maturity 
• Clinical Leaders as champions of the solution 
• Preparedness to invest time to allow for the diffusion to occur 
at a pace appropriate for the organisation 
 
Resource Allocation Process ranked 14
th
 in the Round Three survey. This 
governance control supports the ISO 38500 key accountability of Directing 
preparation and implementation of plans and policies to ensure that use of IT meets 
business objectives.  
As highlighted in the above comments from respondents, organisations often 
fail to allocate adequate resources for the ongoing support and management of the IT 
system once implemented. This consequently creates the risk that the IT system 
benefits will not be fully realised. It is important therefore that the business case, 
which establishes the authority to acquire the IT system, includes sufficient, fully 
costed, resources to ensure the IT system is appropriately supported and managed. 
As noted earlier in this chapter, the data collected in the Round One survey 
revealed a statistically significant correlation between IT adoption and IT staffing (r 
= 0.77, p =< 0.05). The higher the number of IT systems, the higher the number of IT 
staff required to manage and maintain those systems. Therefore, Successful IT 
solutions implementation requires recognition and funding of the true costs of 
ongoing support. 
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Practice Recommendation P13 
Healthcare CIOs should ensure that ongoing resource requirements for new systems are 
fully costed and articulated in business cases. Once resources are allocated to the ongoing 
support and management of systems, CIOs should ensure that a mechanism is established 
for the periodic assessment of value that is delivered from this allocation of resources. 
 
The fifth governance control to be considered under the principle of 
Performance is the requirement for Go-Live Gatekeeping. 
Go-Live Gatekeeping 
Description to Survey 
Respondents 
Assessment of Go-Live Readiness specifically in the areas of IT 
Infrastructure, Interfacing, IT Operations, Solution Function, 
Business Operations, Vendor Support, etc. 
Round Three Ranking (1-25)  16  𝑥 = 15.42, 𝜎 = 3.55, 𝑚𝑖𝑛 = 9, 𝑚𝑎𝑥 = 22 
Round Two Rating (1-5)  𝑥 = 3.92, 𝜎 = 0.86 
Round Two Consensus 75.0% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(5) Always completed 
(3) Pretty loose as a performance tool. Slippage is generally 
tolerated. 
IT Adoption Factors Addressed • IT governance maturity 
• IT infrastructure capability to support high availability 
 
Go-Live Gatekeeping ranked 16
th
 in the Round Three survey. This governance 
control supports the ISO 38500 key accountability of Directing preparation and 
implementation of plans and policies to ensure that use of IT meets business 
objectives. 
Go-live gatekeeping for projects is generally part of stage-gating or gateway 
reviews in project management, which was first introduced by the PRINCE
TM
 
methodology. Governance oversight of go-live decisions either sits with the project 
steering committee or with the over-arching IT governance committee (Garland, 
2009). The role of project steering committees in relation to gateway reviews and 
gatekeeping was discussed earlier in this section as part of the discussion on Project 
Steering Committees as an IT governance control. 
Given the need to gain consensus from clinicians for clinical systems 
implementation (as previously discussed), it would appear reasonable to have 
clinicians affirm their preparedness for a system go-live as part of the go-live 
gatekeeping process. This affirmation should be sought from either the project 
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steering committee, or, for high-risk projects, from the overarching IT governance 
committee. Affirmation from clinicians that they are ready to implement the system 
provides organisations with confirmation that the clinician sensemaking journey has 
been undertaken. In particular, the Sensemaking Theory construct of Enactment 
needs to be satisfied to ensure acceptance by clinicians that the technology is 
consistent with their role. 
Research Recommendation R14 
Research is required to determine how to best utilise clinicians in stage-gating processes for 
IT adoption within acute healthcare. In particular, approaches to clinician assessment of go-
live preparedness should be investigated. 
 
Practice Recommendation P14 
Healthcare CIOs should ensure that stage-gating including go-live gatekeeping is 
implemented with accountability for gatekeeping delegated either to the relevant project 
steering committee or alternatively to the overarching IT governance committee. 
 
The sixth governance control to be considered under the principle of 
Performance is the regular Progress Reporting on Strategic IT Initiatives. 
Progress Reporting on Strategic Initiatives 
Description to Survey 
Respondents 
All strategic IT initiatives should have their progress reported on a 
regular basis, preferably via project steering committees. 
Round Three Ranking (1-25)  12  𝑥 = 12.50, 𝜎 = 5.74, 𝑚𝑖𝑛 = 4, 𝑚𝑎𝑥 = 21 
Round Two Rating (1-5)  𝑥 = 4.25, 𝜎 = 0.64 
Round Two Consensus 91.7% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(5) Monthly Board Report 
(3) Looked at occasionally … around review time ... not as a routine 
performance method … (we) are ramping up this as a Board 
performance tool. 
IT Adoption Factors Addressed • Lack of project management maturity 
• Inadequate capital funding 
• IT governance maturity 
 
Progress Reporting on Strategic Initiatives ranked 12
th
 in the Round Three 
survey. This governance control supports the ISO 38500 key accountability of 
Monitoring conformance to policies, and performance against the plans. 
The purpose of this control is to provide regular reporting to executive 
management and the Board on the progress of current strategic IT projects. Unlike 
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the reporting of progress against the IT strategic plan which focuses on reporting 
against objectives in the plan that are presumably aligned to organisational 
objectives, this more regular type of reporting focuses on the status of IT initiatives 
including current risks and issues. Without this regular information it would be 
difficult for Boards to execute their monitoring responsibilities. 
Typically, progress reporting of strategic initiatives would form part of project 
portfolio reporting, where ‘traffic light’ style reporting is used to report on the status 
of each project’s schedule, cost and progress towards outcomes. 
Practice Recommendation P15 
Healthcare CIOs should establish a consistent approach for the reporting of strategic IT 
initiatives to their organisation’s Board, Executive Committee and/or IT Governance 
Committee. This reporting should clearly articulate current risks and issues as well as other 
project metrics such as financial performance, tracking of project milestones and tracking of 
benefits. 
 
The seventh governance control to be considered under the principle of 
Performance is the use of IT Service Delivery Key Performance Indicators (KPIs). 
IT Service Delivery KPIs 
Description to Survey 
Respondents 
The organisation should establish and report on key IT service 
delivery key performance indicators. 
Round Three Ranking (1-25)  15  𝑥 = 15.08, 𝜎 = 4.97, 𝑚𝑖𝑛 = 5, 𝑚𝑎𝑥 = 22 
Round Two Rating (1-5)  𝑥 = 3.92, 𝜎 = 0.76 
Round Two Consensus 83.3% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(4) Becomes more important when service delivery fails to meet 
user expectation 
(3) Just not doing these well but currently a focus as I can see how 
our own performance has not matched expectations across the 
whole gamut. 
(4) KPI’s included in monthly activity reports 
(4) Service has been very good to date, so not high reliance on KPI’s 
to guarantee equitable allocation of limited IT resources.  As IT 
resources are starting to be shared Nationally, KPI’s will start to be 
used by customers to ‘get’ an adequate share of IT resources. 
IT Adoption Factors Addressed • Lack of internal IT expertise 
• IT infrastructure capability to support high availability 
 
IT Service Delivery KPIs ranked 15
th
 in the Round Three survey. This 
governance control supports the ISO 38500 key accountability of Monitoring 
conformance to policies, and performance against the plans. As can be seen from the 
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above comments from respondents, it would appear there is variability in the quality 
and effectiveness of KPI reporting of IT service delivery. 
De Haes and Van Grembergen (2004) discuss a number of mechanisms by 
which IT performance can be assessed within an organisation, including the 
Balanced Scorecard methodology (Norton & Kaplan, 1992), Information Economics 
methodology (Parker, 1995) and Service Level Agreements (Van Grembergen, De 
Haes, & Amelinckx, 2003). 
Service Level Agreements (SLAs) provide an effective mechanism for 
establishing a constructive conversation with the consumers of IT services within an 
organisation about the types and quality of IT services they wish to receive. 
According to De Haes and Van Grembergen (2004), SLAs serve to define: what 
levels of service are acceptable by users and attainable by the service provider; and 
the mutually acceptable and agreed-upon set of indicators of the quality of service. 
They further describe the service level management process as establishing SLAs 
including the corresponding metrics, monitoring and reporting on the agreed metrics 
and reviewing the SLAs on a regular basis with a view to establishing service 
improvement programmes. 
In acute healthcare, an environment where there is constant pressure to re-
allocate ‘back-of-house’ costs to ‘front-line’ clinical services, reporting of IT service 
value is critical to CIOs to ensure IT resources aren’t eroded, which may create 
sustainability risks for existing IT systems. 
Practice Recommendation P16 
Healthcare CIOs should establish a mechanism for regular IT service performance reporting. 
Consideration should be given to implementing Service Level Agreements with the 
business, which provide an effective tool for regular constructive conversations about what 
service levels are possible based on existing resources. SLAs also provide the business with 
an opportunity to express their service requirements of IT including recognition of what is 
required from customers in order to achieve the agreed service levels. 
 
The eighth governance control to be considered under the principle of 
Performance is the implementation of regular Project Portfolio Reporting. 
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Project Portfolio Reporting 
Description to Survey 
Respondents 
The organisation should establish project portfolio reporting to 
allow the organisation to make project comparisons. 
Round Three Ranking (1-25)  17  𝑥 = 15.50, 𝜎 = 4.25, 𝑚𝑖𝑛 = 7, 𝑚𝑎𝑥 = 23 
Round Two Rating (1-5)  𝑥 = 3.92, 𝜎 = 0.76 
Round Two Consensus 66.7% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(3) Not always done 
IT Adoption Factors Addressed • Lack of project management maturity 
• IT governance maturity 
• Communication of early adopter outcomes 
 
Project Portfolio Reporting ranked 17
th
 in the Round Three survey. This 
governance control supports the ISO 38500 key accountability of Monitoring 
conformance to policies, and performance against the plans. 
According to De Reyck et al. (2005), project portfolio management seeks to 
provide a centralised view of all projects within an organisation, enabling financial 
and risk analyses that models interdependencies between projects. This portfolio 
view of projects is able to take into account constraints on resources shared between 
projects and hence enable accountability and governance at the portfolio level. De 
Reyck et al. also assert that project portfolio management and reporting provides for 
greater coordination between projects. 
De Reyck et al. (2005) also claim that project portfolio reporting can assist in 
project prioritisation by providing organisations with an holistic assessment of 
organisational resource commitments. 
Symons (2009) claims that project portfolio reporting delivers a number of  
benefits including: a reduction in project failure rates; a reduction in project cost 
overruns; a reduction in project throughput times; and a reduction in the number of 
low-value projects.  
An additional context to project portfolio reporting is to maintain a list of 
‘pipeline’ projects – that is those projects that are yet to be approved to proceed, 
either because the business case was initially rejected or because the business case 
has not yet been considered. It is important to maintain this project pipeline to 
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provide input to the investment prioritisation process. When organisations consider a 
business case for IT investment, this should be done in the context of all other 
projects / initiatives sitting in the project pipeline. This will ensure that resources are 
allocated to projects based on highest priority, rather than simply an acceptable 
business case.  
Earlier in this section, we discussed Progress Reporting on Strategic 
Initiatives, highlighting the opportunity for this progress reporting to be part of 
project portfolio reporting. Such an approach would ensure consistency of project 
reporting both at the individual project level as well as at the portfolio level.  
Practice Recommendation P17 
Healthcare CIOs should ensure that project portfolio management and reporting is 
implemented to provide executive-level reporting on the portfolio of IT projects both 
underway and in the pipeline for consideration. This portfolio view will assist organisations 
to make better investment decisions and identify risks created by the interdependencies 
between projects. 
 
The ninth governance control to be considered under the principle of 
Performance is the use of Post-Implementation Reviews of IT projects. 
Post-Implementation Review 
Description to Survey 
Respondents 
Post implementation reviews are required for each project / 
initiative to assess whether the expected benefits have been 
delivered and whether project resources were appropriately 
utilised. 
Round Three Ranking (1-25)  19  𝑥 = 17.00, 𝜎 = 2.48, 𝑚𝑖𝑛 = 13, 𝑚𝑎𝑥 = 21 
Round Two Rating (1-5)  𝑥 = 4.17, 𝜎 = 0.80 
Round Two Consensus 100% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(3) We tend to be reviewing and learning as we go rather than 
waiting for the project to finish. 
(3) I just can’t get the organisation to buy into this.  In some cases I 
have decided not to pursue an end of project review as I just didn’t 
believe the respective executives & managers (nor the vendor!) 
would take any notice of the recommendations that we likely to be 
made and we are short on resources. 
(5) Offers us opportunity to refine and implement additional 
improvements and/or offer additional education. Process often 
repeated more than once post project closure. 
(5) Lessons learned workshops are SO valuable!! 
(3) Rarely done! 
IT Adoption Factors Addressed • Lack of project management maturity 
• IT governance maturity 
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Post-Implementation Reviews ranked 19
th
 in the Round Three survey, yet had 
absolute consensus about the importance of this IT governance control after the 
Round Two survey. This governance control supports the ISO 38500 key 
accountability of Monitoring conformance to policies, and performance against the 
plans. 
Post-implementation reviews, as an IT governance control, differ from Project 
Closure Reports (discussed below) in that they focus on an assessment of whether or 
not the project delivered the expected outcomes, whereas project closure reports 
focus on reviewing the execution of the project and what lessons can be learnt. Post-
implementation reviews principally assess the measurable outcomes of the project 
against the benefits articulated in the business case for investment (Marshall & 
McKay, 2003).  
As can be seen from the comments from the Round Two survey respondents, 
there is some confusion or overlap between the purpose of post-implementation 
reviews and project closure reports. Post-implementation reviews typically occur 
several months after the system is implemented to allow time for benefits to 
materialise, whereas project closure reports can be completed as soon as the project 
formally concludes. 
According to Marshall and McKay (2003), post-implementation reviews are an 
important part of the benefits management cycle and should be conducted by the 
business sponsor / owner of the project with input from IT. They highlight that post-
implementation reviews provide organisations with an opportunity to plan for 
ongoing benefits realisation and optimisation from their IT investments. 
Practice Recommendation P18 
Healthcare CIOs should establish a post-implementation review process, which is led by the 
project business sponsor / owner and focusses on benefits assessment from the original 
business case and providing recommendations for ongoing benefits realisation and 
optimisation. 
 
The tenth governance control to be considered under the principle of 
Performance is the use of External Benchmarking as a measure of IT performance. 
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External Benchmarking 
Description to Survey 
Respondents 
Engage external consultant to benchmark IT against other 
providers on an annual basis; Also, Australian Private Health CIO 
meetings approx. quarterly. 
Round Three Ranking (1-25)  21  𝑥 = 17.58, 𝜎 = 7.51, 𝑚𝑖𝑛 = 3, 𝑚𝑎𝑥 = 25 
Round Two Rating (1-5) Not applicable as this control was added as a result of suggestions 
from the Round Two survey. 
Round Two Consensus 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
IT Adoption Factors Addressed  Concerns about maintenance costs 
 Lack of internal IT expertise 
 Lack of project management maturity 
 IT governance maturity 
 IT infrastructure capability to support high availability 
 Lack of transparency of full costs of IT 
 Clinical leaders as champions of the solution 
 
External Benchmarking ranked 21
st
 in the Round Three survey. This control 
was added after suggestions from the Round Two survey and supports the ISO 38500 
key accountability of Monitoring conformance to policies, and performance against 
the plans. 
External benchmarking allows organisations to compare certain IT 
performance metrics against their peers. In healthcare, benchmarking of clinical 
safety and quality is common (Seddon, Marshall, Campbell, & Roland, 2001). There 
is also substantial literature available on the application of benchmarking in business 
activities (Yasin, 2002). A key finding in Yasin’s research is the lack of research into 
advancing benchmarking models and frameworks with most benchmarking models 
being practitioner developed. Another key finding of this research is that the 
literature reviewed lacks approaches to quantifying the costs and benefits of 
benchmarking. 
From experience, external benchmarking of IT in the Australian acute 
healthcare sector is difficult due to the small population of acute healthcare 
organisations. Consequently the results from such benchmarking should be viewed 
with caution and healthcare organisations should satisfy themselves that the data is 
fit-for-purpose.  
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Research Recommendation R15 
In Australia, there is no systematic benchmarking of IT performance in the acute healthcare 
sector. Consequently there is scope for the acute healthcare sector to work with academia 
to develop effective IT benchmarking tools that would allow healthcare organisations to 
benchmark key IT performance metrics that can then be used to either support additional 
IT investment or conversely encourage organisations to extract greater value from existing 
IT investments. 
 
Practice Recommendation P19 
Healthcare CIOs should collaborate with academic research partners to develop a fit-for-
purpose IT benchmarking tool that can assist the acute healthcare sector to normalise, 
where possible, IT performance and spending. 
 
The eleventh governance control to be considered under the principle of 
Performance is the implementation of Benefits Tracking against business objectives 
and the original expected benefits stated in the business case for investment. 
Benefits Tracking 
Description to Respondents Project benefits need to be clearly articulated and tracked 
throughout the project lifecycle. 
Round Three Ranking (1-25)  23  𝑥 = 19.33, 𝜎 = 3.57, 𝑚𝑖𝑛 = 12, 𝑚𝑎𝑥 = 24 
Round Two Rating (1-5)  𝑥 = 4.08, 𝜎 = 0.64 
Round Two Consensus 83.3% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(4) Benefits clearly articulated and monitored   
(3) Currently ad hoc / by project 
(3) No one wants to fund an independent body i.e. CHI to do a 
‘real’ study.  Internal efforts are not generally robust. 
IT Adoption Factors Addressed • Differences in IT knowledge levels 
• Efficiency versus risk drivers 
• Communication of early adopter outcomes 
 
Benefits Tracking ranked 23rd in the Round Three survey, although there was 
still strong consensus from the Round Two survey that this is an important part of IT 
governance. This governance control supports the ISO 38500 key accountability of 
Monitoring conformance to policies, and performance against the plans. 
Whittaker (1999) cites one of the three most common reasons for IT project 
failure as weak business cases that fail to adequately articulate business benefits. The 
above comments from respondents support Whittaker’s view that benefits 
management is inconsistently performed. Marshall and McKay (2003) argue that 
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benefits are nearly always defined pre-investment for new systems, but rarely do 
organisations proactively pursue the realisation of benefits, either during project 
implementation or post-implementation. Proper benefits tracking requires a benefits 
realisation methodology that recognises that benefits have their own lifecycle – from 
initial inception during the project proposal and business case phases, followed by 
clarification of benefits during project implementation, through to realisation and 
ongoing refinement of benefits post-implementation. The IT governance control of 
Post-Implementation Reviews was discussed earlier this chapter. 
Research Recommendation R16 
Industry would benefit from research into an effective benefits management framework for 
IT adoption in acute healthcare – one which proposes a consistent set of measurable 
benefits as they relate to efficiency, safety and quality of healthcare services. 
 
Practice Recommendation P20 
Healthcare CIOs should establish a benefits management framework that tracks benefits 
throughout the project lifecycle and assigns responsibility for benefits to the business 
owner of the project rather than IT people. 
 
The final governance control to be considered under the principle of 
Performance is the use of Project Closure Reporting for IT projects. 
Project Closure Reporting 
Description to Survey 
Respondents 
Project closure reporting is required to evaluate the conduct of 
each project and the effectiveness of governance arrangements. 
Round Three Ranking (1-25)  24  𝑥 = 20.42, 𝜎 = 2.81, 𝑚𝑖𝑛 = 16, 𝑚𝑎𝑥 = 24 
Round Two Rating (1-5)  𝑥 = 3.67, 𝜎 = 0.75 
Round Two Consensus 66.7% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(4) Great reference for future projects 
(3) Rarely done 
IT Adoption Factors Addressed • Lack of project management maturity 
• IT governance maturity 
• Stakeholder engagement 
 
Project Closure Reporting ranked 24
th
 in the Round Three survey and had 
relatively low levels of consensus about the importance of this IT governance 
control. This governance control supports the ISO 38500 key accountability of 
Monitoring conformance to policies, and performance against the plans. 
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As discussed earlier, when we considered Post Implementation Reviews as an 
IT governance control, Project closure reports differ from post-implementation 
reviews in that they focus on reviewing the execution of the project and what lessons 
can be learnt, whereas a post-implementation review focuses on an assessment of 
whether or not the project delivered the expected outcomes. Von Zedtwitz (2002) 
defines project closure reporting as the final formal review in the course of a project 
that examines any lessons that may be learned and used to the benefit of future 
projects.  
Kwak and Ibbs (2002), in their discussion of the Project Management Process 
Maturity (PM)
2
 model, describe a 5-level maturity model for project management 
including project closure reporting. The model discusses the maturity of project 
closing processes and describes level 5 organisations (the highest level of maturity) 
as those that focus on continuous project management process improvement, 
facilitated by completing rigorous lessons learnt documentation. 
Practice Recommendation P21 
Healthcare CIOs should establish processes for project closure reporting including 
implementing standardised templates for this reporting which ensure that lessons learnt 
are captured and used to inform improvements to their project management processes. 
 
ISO 38500 Principle 5: Conformance 
Description from AS/NZS ISO/IEC 38500:2010: IT complies with all 
mandatory legislation and regulations. Policies and practices are clearly defined, 
implemented and enforced. 
The fifth ISO 38500 principle of Conformance is focussed on establishing 
controls for ensuring that IT complies with relevant legislation and mandatory 
regulatory controls. Legislative and regulatory compliance is a fundamental 
accountability of Boards and one that is becoming increasingly complex in the 
healthcare sector (Healy, 2013).  
Within acute healthcare in Australia, statutory and regulatory compliance for 
information technology typically centres around information privacy legislation 
(Rindfleisch, 1997) and supporting the organisation to comply with healthcare 
delivery regulatory and statutory obligations such as the National Safety and Quality 
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Health Service Standards developed by the Australian Commission on Safety and 
Quality in Healthcare (Avery et al., 2012). 
The IT governance controls that support the ISO 38500 principle of 
Conformance include: 
 IT Policies and Procedures / IT Code of Ethics, and 
 IT External Audit. 
 
These IT governance controls will now be discussed. We begin the discussion 
by combining IT policies and Procedures with IT code of Ethics into a single 
discussion. 
IT Policies and Procedures 
Description to Survey 
Respondents 
The organisation should establish a set of IT policies and 
procedures to ensure appropriate use and management of IT. 
Round Three Ranking (1-25)  9  𝑥 = 9.92, 𝜎 = 6.12, 𝑚𝑖𝑛 = 2, 𝑚𝑎𝑥 = 22 
Round Two Rating (1-5)  𝑥 = 4.25, 𝜎 = 0.60 
Round Two Consensus 91.7% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(4) Always working on these 
(4) For Reference and communication 
(5) Reviewed annually. Also maintain a list of IT 
(4) Important, but work in progress! 
(3) We have them but rarely used in a governance process 
IT Adoption Factors Addressed • Regulatory and Legislative controls regarding private privacy 
• Lack of project management maturity 
• IT governance maturity 
• Threat to physician autonomy 
• Resistance to Change 
 
IT Code of Ethics 
Description to Survey 
Respondents 
Defines and standardises expectations of IT staff. 
Round Three Ranking (1-25)  25  𝑥 = 23.08, 𝜎 = 2.75, 𝑚𝑖𝑛 = 16, 𝑚𝑎𝑥 = 25 
Round Two Rating (1-5) Not applicable as this control was added as a result of suggestions 
from the Round Two survey. 
Round Two Consensus 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
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IT Code of Ethics 
IT Adoption Factors Addressed • IT governance maturity 
• Threat to physician autonomy 
• Differences in IT knowledge levels 
• Resistance to change 
 
IT Policies and Procedures and IT Code of Ethics have been combined into a 
single discussion due to IT Code of Ethics being classified as a type of IT policy. IT 
Policies and Procedures ranked 9
th
 and IT Code of Ethics ranked 25
th
 in the Round 
Three survey. IT Code of Ethics was added after suggestions from the Round Two 
Survey and was suggested to highlight the need for IT staff to be set clear 
expectations about professional standards of conduct and service delivery.  
The establishment of IT policies and procedures, including an IT Code of 
Ethics, supports the ISO 38500 key accountabilities of: Directing the preparation 
and implementation of plans to ensure that IT meets business objectives; and 
Monitoring conformance to policies, and performance against the plans. 
It is clear from both the Round Two and Round Three surveys that IT policies 
and procedures are considered important, however the comments from the Round 
Two survey respondents would indicate that some organisations struggle to keep 
policies and procedures reviewed and up-to-date. 
The National Safety and Quality Health Service Standards, developed by the 
Australian Commission on Safety and Quality in Healthcare, require healthcare 
organisations to establish an organisation-wide management system for the 
development, implementation and regular review of policies, procedures and/or 
protocols (Australian Commission on Safety and Quality in Healthcare, 2012). 
IT policy development in healthcare needs to pay particular attention to 
information security and privacy. In Australia, there are specific provisions under the 
Privacy Act 1988 pertaining to consumer’s health information which is classified as 
sensitive information under the Act. These provisions place additional 
accountabilities on organisations dealing with sensitive information (Office of the 
Australian Information Commissioner, 2014).  
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Practice Recommendation P22 
Healthcare CIOs should establish IT policies and procedures that address IT security, 
information privacy and IT acceptable use guidelines, consistent with the organisation’s 
employee code of conduct. Furthermore, CIOs should ensure that processes are 
implemented for the regular review of these policies and procedures, consistent with 
Australian National Safety and Quality Health Service Standards.  
 
The final governance control to be considered under the principle of 
Conformance is the use of External Auditors for assessing IT conformance. 
IT External Audit 
Description to Survey 
Respondents 
Independent Audit of ICT systems against policies and procedures. 
Round Three Ranking (1-25)  20  𝑥 = 17.33, 𝜎 = 6.03, 𝑚𝑖𝑛 = 8, 𝑚𝑎𝑥 = 24 
Round Two Rating (1-5) Not applicable as this control was added as a result of suggestions 
from the Round Two survey. 
Round Two Consensus 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
IT Adoption Factors Addressed • Lack of project management maturity 
• IT governance maturity 
• Stakeholder engagement  
• Unclear benefits / return on investment 
 
IT External Audit ranked 20
th
 in the Round Three survey. This control was 
added after suggestions from the Round Two survey and supports all three 
accountabilities of ISO 38500 – Evaluating the current and future use of IT; and 
Directing the preparation and implementation of plans to ensure that IT meets 
business objectives; and Monitoring conformance to policies, and performance 
against the plans. 
IT External Audits, similar to External Benchmarking of IT, provide Boards 
with an independent assessment of IT systems and performance, although it would 
appear there is popularity in outsourcing the internal audit function in Australian 
companies (Carey, Subramaniam, & Ching, 2006). Carey et al. also note that a 
principal advantage of external audits, apart from the independence of auditors, is 
access to specific domain expertise relevant to the audit being undertaken. 
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Practice Recommendation P23 
Healthcare CIOs should be proactive in working with Board Audit Committees to establish 
annual IT audit programmes including recommendations for audits that should be 
conducted by independent, audit-qualified, external experts. Establishing this IT audit 
programme should be based on the IT risks identified in the business and/or clinical risk 
registers. 
 
ISO 38500 Principle 6: Human Behaviour 
Description from AS/NZS ISO/IEC 38500:2010: IT policies, practices and 
decisions demonstrate respect for Human Behaviour, including the current and 
evolving needs of all the ‘people in the process’. 
The sixth and final ISO 38500 principle of Human Behaviour is focused on 
recognising and responding to human behaviours in the adoption of IT within 
organisations. This important IT governance principle recognises that all IT business 
solution implementations involve some form of business process re-engineering and 
therefore impact on the people responsible for carrying out those business processes. 
There is just one IT governance control that supports the ISO 38500 principle 
of Human Behaviour – Change Management Framework. This IT governance control 
will now be discussed. 
 
Change Management Framework 
Description to Survey 
Respondents 
A change management framework is required for projects to 
ensure that human factors associated with business change are 
appropriately dealt with. 
Round Three Ranking (1-25)  13  𝑥 = 13.92, 𝜎 = 4.27, 𝑚𝑖𝑛 = 8, 𝑚𝑎𝑥 = 22 
Round Two Rating (1-5)  𝑥 = 4.17, 𝜎 = 0.80 
Round Two Consensus 100% 
Round Two Comments from 
Respondents (number in 
brackets denotes rating given 
by respondent) 
(3) We don’t have a formal framework yet the organisation has 
made substantial changes in workflow and processes over the last 
5-7 years. 
(5) Developed in line with best practice. Used for all IT projects. 
(4) This is aspirational – we’re pretty ad hoc at the moment when it 
comes to this 
(3) Not enough focus or investment is allocated to change 
management … no one person is responsible and accountable for 
the ‘people’ issues 
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Change Management Framework 
IT Adoption Factors Addressed • Lack of consistent work practices making application of IT 
difficult 
• Threat to physician autonomy 
• Concerns by clinicians about lack of productivity 
• Differences in IT knowledge levels 
• Differences in socialisation 
• Resistance to change 
• Limited exposure to similar systems (lack of IT experience in 
clinical workflow) 
• Ability to relate IT function to existing non-IT work practice 
• Alignment of software use to expectations of role as a clinician 
• Stakeholder engagement 
• Communication of early adopter outcomes 
 
Change Management Framework ranked 13
th
 in the Round Three survey. This 
governance control supports the ISO 38500 key accountability of Directing 
preparation and implementation of plans and policies to ensure that use of IT meets 
business objectives. 
Cresswell and Sheikh (2013) define organisational change management as “a 
structured approach to change in individuals, teams, organizations and societies that 
enables the transition from a current state to a desired future state”. When 
implementing clinical information systems, effective change management is critical 
to addressing the IT adoption factors listed above, which arise from human factors.  
Existing IT governance frameworks emphasise the importance of change 
management. COBIT includes process guidance for: Managing Organisational 
Change Enablement; Managing Change; and Managing Change Acceptance and 
Transitioning (Preittigun et al., 2012).  Project management frameworks, however, 
fail to identify organisational change management as a key project knowledge area 
(Griffith‐Cooper & King, 2007; Wideman, 2002).  
Lin et al. (2012) argue that change in healthcare is rooted in change of human 
behaviour and therefore change management should be established with a profound 
understanding of human nature, which is consistent with our discussion on 
sensemaking theory in Chapter 3, where we identified that clinicians will resist 
where they have insufficient knowledge of something that impacts their clinical 
practice.  
 Chapter 7: Discussion 218 
 
A study by Palvia, Lowe, Nemati, and Jacks (2014) determined that the issue 
of change management ranked highly amongst both CIOs and CEOs in healthcare 
organisations wishing to implement EMRs, yet a number of clinical systems 
implementation fail, at least in part, due to inadequate attention to organisational 
change management. 
Research Recommendation R17 
Additional research is required to identify change management practices that are most 
effective with clinicians when implementing clinical IT solutions in acute healthcare 
organisations. 
 
Practice Recommendation P24 
Healthcare CIOs should ensure that a comprehensive approach to change management is 
established that compliments their project management and IT governance frameworks. 
This change management framework needs to take into account the considerable human 
factors surrounding clinician adoption of IT. 
 
This concludes the discussion of each of the IT governance controls proposed 
by this research.  
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Summary of Primary Research Question 
This thesis supports the literature’s view that IT governance controls provide 
risk mitigation strategies designed to align IT with organisational objectives and 
address organisational context variables (Ross & Weill, 2004; Brown & Grant, 
2005). This thesis has proposed that, in order to best determine these organisation 
context variables, or IT adoption factors, theory scaffolding of the IT solution 
lifecycle should be used to better understand organisational behaviours and the 
consequential risks associated with IT adoption in acute healthcare.  
This model of theory scaffolding, described in Chapter 3 and illustrated in 
Figure 7.12 below, has used: 
 Institutional Theory to explain the internal and external pressures and risks 
that emerge during the IT investment decision-making phase; 
 Sensemaking Theory to explain the impact of clinician attitudes during IT 
solution implementation; and, 
 Diffusion of Innovation Theory to explain the support mechanisms needed 
to ensure broad adoption of the IT solution and realisation of benefits once 
the solution has been implemented. 
 
Figure 7.12 - Theory-based Model of IT Adoption Factors in Acute Healthcare 
 
 
The 25 IT governance controls described in this section provide a set of risk 
mitigation strategies to address IT adoption factors in acute healthcare that are based 
on theoretical foundations of organisational behaviour.  
 Chapter 7: Discussion 220 
 
Using our theory-based model of IT adoption factors from Chapter 3, we are 
able to cross-reference the 25 IT governance controls with the IT adoption factors 
from our theory-based model, thereby providing some additional insights. The cross-
referencing of IT governance controls against IT adoption factors will be undertaken 
by examining each grouping of influencing factors derived from each theory in turn, 
as per the above figure, commencing with Institutional Theory and External 
Pressures. 
Table 7.8 - IT Governance Controls for Institutional Theory Derived External Pressures 
Institutional Theory 
EXTERNAL PRESSURES 
IT Adoption Factors Driver / 
Barrier 
Reference IT Governance Control 
Payer incentives for IT adoption Driver Blumenthal 
(2010) 
 Business Case for IT Investment 
Proliferation of medical 
knowledge beyond human 
cognitive capacity 
Driver Greenhalgh 
and Stones 
(2010) 
 IT Strategic Plan 
Increasing demand for services  Driver Emanuel et al. 
(2012) 
 IT Strategic Plan 
Patient (healthcare consumer) 
expectations 
Driver Pankowska 
(2004) 
 IT Strategic Plan 
Regulatory pressures for 
increased patient safety and 
quality of outcomes 
Driver Blumenthal 
(2010) 
 IT Strategic Plan 
 Business Case for IT Investment 
Need for improved 
communication between 
clinicians relating to patient 
care 
Driver Bates and 
Gawande 
(2003) 
 IT Strategic Plan 
External pressure to improve 
efficiency and reduce cost of 
healthcare 
Driver Killingsworth 
et al. (2006) 
 Business Case for IT Investment 
Inability of vendors to expertly 
implement their solutions 
Barrier McGinn et al. 
(2012) 
 Vendor and Solution Assessment 
Tools 
Maturity and Viability of 
solution vendors 
Barrier Sherer (2010)  Vendor and Solution Assessment 
Tools 
Lack of interoperability 
Between Solutions 
Barrier Bates and 
Gawande 
(2003) 
 Vendor and Solution Assessment 
Tools 
Regulatory and Legislative 
controls regarding patient 
privacy 
Barrier Ross and Weill 
(2002) 
 IT Policies and Procedures 
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Using the institutional theory lens of external pressures arising from 
institutional isomorphism, we can observe that two governance controls are 
noteworthy – the development of an overarching IT Strategic Plan and the 
production of consistent Business Cases for IT Investment.  
The development of an IT Strategic Plan is consistent with isomorphism 
principles from Institutional Theory where organisations strive for institutional 
legitimacy. The very nature of a strategic plan is to legitimise future plans based on 
internal and external environmental factors.  
Business Cases for IT Investment provide internal validation of IT investment 
against organisational objectives including an IT strategic plan. Individually, each 
business case is able to argue its own merits and, properly constructed, allows 
organisational decision-makers to risk rate drivers of, and barriers to, the investment 
being considered. 
The other noteworthy IT governance control from Table 7.8 is Vendor Solution 
Assessment Tools. This is an important IT governance control to address current 
concerns about the maturity of health IT vendors and their solutions. 
We shall now consider Internal Pressures derived from Institutional Theory. 
Table 7.9 - IT Governance Controls for Institutional Theory Derived Internal Pressures 
Institutional Theory 
INTERNAL PRESSURES 
IT Adoption Factors Driver / 
Barrier 
Reference IT Governance Control 
Internal pressure to improve 
efficiency and reduce cost of 
healthcare 
Driver McGinn et al. 
(2012) 
 IT Strategic Plan 
 Business Case for IT Investment 
Staff expectations Driver McGinn et al. 
(2012) 
 IT Strategic Plan 
Lack of consistent work 
practices making application of 
IT difficult 
Barrier Hannan 
(1999) 
 Change Management Framework 
Inadequate capital funding Barrier Adler-Milstein 
and Bates 
(2009) 
 IT Governance Committee 
 Business Case for IT Investment 
 IT Investment Prioritisation 
Framework 
 Progress Reporting on Strategic 
Initiatives 
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Institutional Theory 
INTERNAL PRESSURES 
IT Adoption Factors Driver / 
Barrier 
Reference IT Governance Control 
Concerns about maintenance 
costs 
Barrier Jha et al. 
(2009) 
 Business Case for IT Investment 
 IT Investment Prioritisation 
Framework 
 External Benchmarking 
Unclear benefits / return on 
investment 
Barrier Jha et al. 
(2009) 
 IT Governance Committee 
 Business Case for IT Investment 
 IT Investment Prioritisation 
Framework 
 IT External Audit 
Lack of internal IT expertise Barrier Jha et al. 
(2009) 
 CIO Reporting Relationship 
 Progress Reporting against IT 
Strategic Plan 
 Assessment of Organisational 
Capacity 
 Resource Allocation Process 
 IT Service Delivery KPIs 
 External Benchmarking 
Lack of project management 
maturity 
Barrier Sherer (2010)  Progress Reporting against IT 
Strategic Plan 
 Assessment of Organisational 
Capacity 
 Project Management Framework 
/ PMO  
 Project Steering Committees 
 Resource Allocation Process 
 Progress Reporting on Strategic 
Initiatives 
 Project Portfolio Reporting 
 Post-Implementation Reviews 
 External Benchmarking 
 Project Closure Reporting 
 IT External Audit 
 IT Policies and Procedures 
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Institutional Theory 
INTERNAL PRESSURES 
IT Adoption Factors Driver / 
Barrier 
Reference IT Governance Control 
IT governance maturity Barrier Sherer (2010)  IT Governance Committee 
 CIO Reporting Relationship 
 Delegations Manual 
 Progress Reporting against IT 
Strategic Plan 
 IT Investment Prioritisation 
Framework 
 Project Management Framework 
/ PMO 
 Project Steering Committees 
 Go-Live Gatekeeping 
 Progress Reporting on Strategic 
Initiatives 
 Project Portfolio Reporting 
 Post-Implementation Reviews 
 External Benchmarking 
 Project Closure Reporting 
 IT Policies and Procedures 
 IT Code of Ethics 
 IT External Audit 
IT infrastructure capability to 
support high availability 
Barrier Sherer (2010)  Go-Live Gatekeeping 
 IT Service Delivery KPIs 
 External Benchmarking 
Complexity of IT solution 
implementation 
Barrier Adler-Milstein 
and Bates 
(2009) 
 Business Case for IT Investment 
 IT Investment Prioritisation 
Framework 
 Project Management Framework 
/ PMO 
 Project Steering Committees 
Lack of transparency of full 
costs of IT 
Barrier Kumar and 
Aldrich (2010) 
 IT Governance Committee 
 Business Case for IT Investment 
 Progress Reporting against IT 
Strategic Plan 
 External Benchmarking 
 
From the above table, we can observe that many of the risks associated with IT 
adoption are internally generated and it follows that many of the IT governance 
controls focus on these internal risks. Most of these internal risks relate to internal 
capability and capacity and as such the following IT governance controls are of 
greatest impiortance: a) the need for robust Business Cases and an IT Investment 
Prioritisation Framework that identify and address these internal capability and 
capacity risks; and, b) controls that govern the execution of projects/investments are 
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critical to ensuring desirable outcomes, which include IT Governance Committee, 
Project Steering Committees, Project Management Framework / PMO, Project 
Closure Reporting and Post-Implementation Reviews. 
We shall now consider adoption factors and IT governance controls associated 
with Clinician-versus-Manager Motivators derived from Institutional Theory.  
Table 7.10 - IT Governance Controls for Institutional Theory Derived Clinician-Vs-Manager 
Motivators 
Institutional Theory 
CLINICIAN VS MANAGER MOTIVATORS 
IT Adoption Factors Driver / 
Barrier 
Reference IT Governance Control 
Threat to physician autonomy Barrier Jha et al. 
(2009) 
 Delegations Manual 
 IT Policies and Procedures 
 IT Code of Ethics 
 Change Management Framework 
Concerns by clinicians about 
lack of productivity 
Barrier Adler-Milstein 
and Bates 
(2009) 
 Change Management Framework 
Differences in IT knowledge 
levels 
Barrier Bates and 
Gawande 
(2003) 
 Benefits Tracking 
 IT Code of Ethics 
 Change Management Framework 
Differences in socialisation Barrier Greenhalgh 
and Stones 
(2010) 
 Change Management Framework 
Centralised versus 
decentralised decision making 
processes 
Barrier Kaissi (2005)  Project Steering Committees 
Broad versus narrow patient 
focus 
Barrier Kaissi (2005)  Business Case for IT Investment 
 Project Steering Committees 
Efficiency versus risk drivers Barrier Sherer (2010)  Business Case for IT Investment 
 Project Steering Committees 
 Benefits Tracking 
Clinician goals for patient 
outcomes versus organisational 
goals 
Barrier Kaissi (2005)  Business Case for IT Investment 
 Project Steering Committees 
 
From this table we can observe that the adoption factors stem from the 
professional autonomy afforded clinicians in clinical practice. Consequently, the 
governance controls focus on three principal areas: 1) the need for the Business Case 
for IT Investment to acknowledge clinician motivators for patient care; 2) the need 
for Project Steering Committees to ensure that clinician views are prominent in the 
considerations of the committee; and, 3) the need for change management processes 
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to acknowledge and address clinician concerns about changes in clinical practice 
resulting from the introduction of IT solutions. 
We shall now consider adoption factors and IT governance controls associated 
with Clinician Attitudes derived from Sensemaking Theory. 
Table 7.11 - IT Governance Controls for Sensemaking Theory Derived Clinician Attitudes 
Sensemaking Theory 
CLINICIAN ATTITUDES 
IT Adoption Factors Driver / 
Barrier 
Reference IT Governance Control 
Resistance to change - including 
perceived ease of use (PEOU) 
and perceived usability (PU) 
Barrier Sherer (2010) 
Davis (1989) 
 IT Policies and Procedures 
 IT Code of Ethics 
 Change Management 
Framework 
Limited exposure to similar 
systems (lack of IT experience in 
clinical workflow / self-efficacy) 
Barrier Sherer (2010) 
Davis (1989) 
 Change Management 
Framework 
Ability to relate IT function to 
existing non-IT work practice 
Barrier Jensen et al. (2009) 
Ajzen (1991) 
 Change Management 
Framework 
Alignment of software use to 
expectations of role as a 
clinician 
Barrier Jensen et al. (2009) 
Holden and Karsh 
(2010) 
 Change Management 
Framework 
Ability to adapt the software to 
local conditions 
Barrier Berwick (2003)  Vendor and Solution 
Assessment Tools 
Trialability of solutions Barrier Dearing (2008) 
Y. Lee et al. (2003) 
 Vendor and Solution 
Assessment Tools 
 
From the above table we can observe that the principal IT governance control 
needed to addresses clinician attitudes during the implementation of an IT solution is 
a Change Management Framework. Specifically, this Change Management 
Framework needs to take into consideration the sensemaking journey that clinicians 
typically undertake in relation to IT systems and in doing so ensure that newly 
designed business / clinical processes have abundant input from clinicians. 
Also of note is the need for Vendor and Solution Assessment Tools to 
accommodate the sensemaking needs of clinicians by looking favourably on IT 
solutions that can be easily customised for local conditions and have an ability to be 
trialled in either a live or simulated environment. 
Finally, we shall consider adoption factors and IT governance controls 
associated with Support Mechanisms derived from Diffusion of Innovation Theory. 
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Table 7.12 - IT Governance Controls for Diffusion of Innovation Theory Derived Support 
Mechanisms 
Diffusion of Innovation Theory 
SUPPORT MECHANISMS 
IT Adoption Factors Reference IT Governance Control 
Stakeholder engagement Ribbers et al. 
(2002) 
 Delegations Manual 
 Project Management Framework / PMO 
 Project Steering Committees 
 Project Closure Reporting 
 IT External Audit 
 Change Management Framework 
Communication of early 
adopter outcomes 
Berwick (2003)  Progress Reporting against IT Strategic 
Plan 
 Project Steering Committees 
 Project Portfolio Reporting 
 Benefits Tracking 
 Change Management Framework 
Preparedness to invest time to 
allow for the diffusion to occur 
at a pace appropriate for the 
organisation 
Berwick (2003)  Business Case for IT Investment 
 IT Investment Prioritisation Framework  
 Resource Allocation Process 
Clinical Leaders as champions of 
the solution 
Dearing (2008)  Project Steering Committees 
 Resource Allocation Process 
 External Benchmarking 
Trialability of solutions Dearing (2008) 
Y. Lee et al. (2003) 
 Vendor and Solution Assessment Tools 
Organisational support for 
decentralised decision making 
in relation to local 
implementations of the solution 
Kaissi (2005)  Project Steering Committees 
 
From the above table we can conclude that the broad adoption of an IT solution 
and the realisation of benefits need to be planned for and resourced accordingly. 
Measurement and communication of ongoing benefits, preferably by clinical 
champions of the solution, is important to the ongoing optimisation of benefits. 
Significant controls, therefore, include the Project Management Framework, Benefits 
Tracking, Project Steering Committees and the Resource Allocation Process. 
This concludes the discussion on the primary research question. Before moving 
to the final chapter of this thesis, which summarises the findings of the research, we 
will first consider the impact that this Delphi Study had on participants. The Round 
Four survey provided respondents with an opportunity to indicate the extent to which 
the study had influenced their decision to implement the IT governance controls 
presented. 
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Effects of the Delphi Study on Respondents 
Delphi studies are designed to influence group-thinking by providing 
participants with anonymous results from prior round surveys. This research 
provided participants with two opportunities to effectively rank the IT governance 
controls presented. Comparing the results from the Round Two and Round Three 
surveys we see a shift in group thinking for the IT governance controls depicted in 
Table 7.13 below. 
Table 7.13 – Comparison of Rankings of IT Governance Controls from Survey Rounds Two 
and Three 
 Round Two survey Round Three survey 
IT Governance Control Change Rank Mean
(𝒙) 
Rating  
SD 
(𝝈) 
Rank Mean
(𝒙) 
Rank  
SD 
(𝝈) 
IT Strategic Plan none =1
st
 4.67 0.47 1
st
 3.00 3.06 
IT Governance Committee  13 15th 4.00 1.29 2nd 3.83 3.53 
Business Case for IT Investment  1 4th 4.50 0.50 3rd 5.75 3.47 
Project Steering Committees  1 =1st 4.67 0.47 4th 7.75 3.39 
Risk Management  1 6th 4.25 0.43 5th 8.25 3.11 
CIO Reporting Relationship  3 =1st 4.67 0.47 6th 8.42 7.87 
Progress Reporting against IT strategic Plan  2 5th 4.42 0.64 7th 8.67 6.33 
IT Investment Prioritisation Framework  6 14th 4.08 0.86 8th 9.75 5.72 
IT Policies and Procedures  1 =7th 4.25 0.60 9th 9.92 6.12 
Project Management Framework / PMO  Added after Round 2 10
th
 10.00 6.01 
Assessment of Organisational Capacity  1 =12th 4.08 0.76 11th 12.50 5.72 
Progress Reporting on Strategic Initiatives  4 =7th 4.25 0.64 12th 12.50 5.74 
Change Management Framework  3 =9th 4.17 0.80 13th 13.92 4.27 
Resource Allocation Process  5 19th 3.75 0.83 14th 14.83 4.34 
Service Delivery KPIs  1 =16th 3.92 0.76 15th 15.08 4.97 
Go-Live Gatekeeping  2 18th 3.92 0.86 16th 15.42 3.55 
Project Portfolio Reporting none =16
th
 3.92 0.76 17
th
 15.50 4.25 
Vendor and Solution Assessment Tools  5 =12th 4.08 0.76 18th 16.75 5.04 
Post Implementation Review  9 =9th 4.17 0.80 19th 17.00 2.48 
IT External Audit  Added after Round 2 20
th
 17.33 6.03 
External Benchmarking  Added after Round 2 21
st
 17.58 7.51 
Delegations Manual  Added after Round 2 22
nd
 18.42 7.31 
Benefits Tracking  12 11th 4.08 0.64 23rd 19.33 3.57 
Project Closure Reporting  4 20th 3.67 0.75 24th 20.42 2.81 
IT Code of Ethics  Added after Round 2 25
th
 23.08 2.75 
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From these results, we can see a noteworthy shift (3 or more places) in the 
ranking of approximately half of the IT governance controls with the greatest 
movement being IT Governance Committee which moved from being ranked 15
th
 
most important to 2
nd
 most important after the Round Three survey. Of similar noting 
was the drop in ranking of Post Implementation Reviews from equal 9
th
 to 19
th
 after 
the Round Three survey. 
The Round Four survey asked respondents to indicate the extent to which each 
IT governance control had been implemented within their organisation. Of the 25 IT 
governance controls, 7 controls were indicated by at least one organisation as having 
no intention to implement.  
Table 7.14 below lists these controls together with the number of respondents 
indicating no intention to implement. Also provided are the controls’ Round Three 
survey ranking and Round Two survey consensus of importance level. 
Table 7.14 - IT Governance Controls with No Intention to Implement 
IT Governance Control Number Not 
Intending to 
Implement 
Ranking Consensus 
IT Governance Committee 1 2 75.0% 
Assessment of Organisational Capacity 1 11 75.0% 
Service Delivery KPIs 1 15 83.3% 
Project Portfolio Reporting 1 17 66.7% 
Vendor and Solution Assessment Tools 1 18 75.0% 
Benefits Tracking 1 23 83.3% 
IT Code of Ethics 1 25 n/a 
 
As can be observed from the above data, only one of these IT governance 
controls was ranked in the top ten of order of importance. Upon further review of the 
data from the Round Four survey, it can be noted that 5 of the 7 responses of no 
intention to implement responses came from the same organisation. When looking at 
this organisation’s levels of IT adoption, IT staffing and IT funding, it was observed 
that this organisation had the second lowest level of IT systems adoption, the lowest 
percentage of IT staff and the lowest percentage of IT operating and capital 
expenditure. Having made this observation, it should also be noted that, as discussed 
earlier in this chapter, the data revealed no statistically significant relationship 
between IT adoption and IT governance maturity. 
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The Round Four survey also invited respondents to indicate the extent to which 
this study has influenced their organisation’s decision to implement each IT 
governance control. Table 7.15 below provides a summary of the number of 
responses for each level of influence. Where an organisation has indicated either 
some or significant (substantial) influence, the table includes an indication of the 
scale of each organisation: (S) Small: up to 400 beds; (M) Medium: >400 beds and 
up to 1000 beds; and (L) Large: >1,000 beds. Of the six respondents to this survey 
round, four are classified as large, one is classified as medium and one is classified as 
small. 
Table 7.15 – Round Four Survey Data – Delphi Study Influence on IT Governance Controls 
IT Governance Control No Influence Some 
Influence 
Significant 
Influence 
IT Strategic Plan 6   
IT Governance Committee 5 1 (L)  
Business Case for IT Investment 5 1 (L)  
Project Steering Committees 6   
Risk Management 6   
CIO Reporting Relationship 4 2 (L,L)  
Progress Reporting against IT Strategic Plan  6   
IT Investment Prioritisation Framework 4 1 (L) 1 (S) 
IT Policies and Procedures 5 1 (L)  
Project Management Framework / PMO 4 2 (S,L)  
Assessment of Organisational Capacity 3 3 (L,L,L)  
Progress Reporting on Strategic Initiatives 5 1 (M)  
Change Management Framework 5 1 (M)  
Resource Allocation Process 5 1 (L)  
Service Delivery KPIs 6   
Go-Live Gatekeeping 4 2 (M,L)  
Project Portfolio Reporting 4 1 (L) 1 (S) 
Vendor and Solution Assessment Tools 4 1 (L) 1 (S) 
Post Implementation Review 6   
IT External Audit 6   
External Benchmarking 4 2 (L,L)  
Delegations Manual 5 1 (L)  
Benefits Tracking 5 1 (L)  
Project Closure Reporting 6   
IT Code of Ethics 6   
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We can observe, from the data in Table 7.15, that the Delphi study had at least 
some influence on one or more respondents in 16 of the 25 listed IT governance 
controls and significant (substantial) influence on one respondent in 3 of the 25 listed 
IT governance controls. We can further observe that, where this study had significant 
(substantial) influence, the organisation was relatively small in size with less than 
400 beds. It is difficult, however, to infer any relationship between organisational 
size and impact of this study due to the very small sample size. 
Chapter Summary 
This chapter considered the three research questions proposed by this thesis 
and answered each research question based on the literature reviewed and the data 
collected by this study. 
This chapter also considered the application of Institutional Theory, 
Sensemaking Theory and Diffusion of Innovation Theory on IT adoption within 
acute healthcare organisations to ensure that the IT governance controls proposed by 
this research adequately address healthcare specific contextual variables. 
 In addressing the primary and secondary research questions, this chapter has 
also proposed 17 implications for research and 24 implications for practice. 
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Chapter 8: Summary and Conclusions 
“I think and think for months and years. Ninety-nine times,  
the conclusion is false. The hundredth time I am right.” 
 Albert Einstein 
Introduction 
The previous chapters have presented the data from this research together with 
a detailed discussion of the results of this study. The purpose of this chapter is to 
summarise and conclude this thesis.  
Sections in this chapter include: a summary of the research programme 
undertaken; a reiterating of the research objectives and motivations; a restating of the 
research questions; a summary of the Delphi Method approach employed by this 
research; a summary of the research findings; a set of implications of this study for 
research and for practice; a description of the limitations of the research; a brief 
summary chapter; and, finally, concluding remarks for this thesis.   
Summary of Research 
This research has constructed a list of IT governance controls that have been 
confirmed as being important to acute healthcare organisations through consensus of 
opinion by a panel of healthcare Chief Information Officers as subject matter experts. 
This consensus of opinion was achieved by deploying a four-round Delphi-study. 
The research commenced with a comprehensive review of literature in five 
areas of interest to the research: 1) The extent of IT adoption in acute healthcare; 2) 
The barriers to IT adoption in acute healthcare; 3) The drivers of IT adoption in acute 
healthcare; 4) General approaches to IT Governance; and 5) IT governance in acute 
healthcare. 
The research also considered theories supporting organisational decision-
making and organisation behaviour with a focus on clinician behaviour associated 
with clinical systems implementation. From this theoretical contemplation, a model 
of IT adoption factors in acute healthcare was constructed. This model considered an 
abstracted, 3-stage IT adoption life-cycle and the theories that apply to each stage of 
the life-cycle: 1) Institutional Theory and its influence on the Decision to Invest in an 
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IT solution; Sensemaking Theory and its influence on clinicians’ Implementation of 
IT solutions; and 3) Diffusion of Innovation Theory and its influence on the Broad 
Adoption of the IT Solution and Benefits Realisation. This constructed theory-based 
model is depicted in Figure 8.1 below. 
Figure 8.1 – Theory-Based Model of IT Adoption Factors in Acute Healthcare 
 
 
The results of the literature review, including consideration of the above 
theory-based model, were used to construct a preliminary set of IT governance 
controls and IT adoption factors that were presented in the first round of the Delphi-
study. From this initial survey round and additional literature reviews, the set of IT 
governance controls was further refined and presented to Delphi-study participants in 
the second round survey, which allowed participants to suggest additional controls 
that would then be used in subsequent survey rounds. The third and fourth round 
surveys were then undertaken to arrive at consensus of opinion on the IT governance 
controls that would enhance IT adoption in acute healthcare.  
The results of the survey rounds were then presented and discussed, out of 
which a number of implications were identified for future research as well as 
implications for practice in the form of a set of recommendations for healthcare 
CIOs. 
Research Motivation & Objectives 
IT governance is a discipline within IT management and corporate governance 
that receives varying levels of attention by organisations and their governing Boards 
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Andriole (2009). Just like corporate governance, there is no single approach to IT 
governance that guarantees organisations a risk-free investment in IT solutions. IT 
governance is, however, broadly viewed as important to improving IT 
implementations. In Australia, we have seen our fair share of system failures 
including the much publicised Queensland Health Payroll System failure, with an 
estimated cost of failure in excess of $1.2B (Glass, 2013). Poor IT governance was a 
contributing factor in the release to production of a system that had been poorly 
designed and tested. 
Healthcare consumes a considerable portion of GDP in most developed 
countries. In Australia, nearly $1 in every $10 is spent on healthcare and this 
quantum is increasing. In the US, the amount spent on healthcare per head of 
population is nearly double that of Australia with no demonstrable improvement in 
healthcare outcomes (Berwick, 2003). Healthcare is known to incur significant levels 
of waste, contributed to by clinicians not having access to quality information 
(Australian Government Productivity Commission, 2009). 
Beyond affordability and efficiency issues in healthcare, there is a substantial 
safety risk to healthcare consumers, especially in hospitals. Even in the safest 
hospitals in the US, patients experience preventable harm (Berwick, 2013). It is 
widely recognised that on average, 1 in 10 patients will experience some form of 
harm in hospitals with some studies reporting as high as 1 in 4 (Landrigan et al., 
2010). Information Technology is seen as a key enabler of improvements in the 
efficiency, safety and quality of healthcare (J. Lee et al., 2013; McCullough et al., 
2010; Jha et al., 2009; Chaudhry, 2006), yet IT adoption in acute healthcare, 
particularly in Australia, is relatively low (HIMSS Analytics, 2015). 
Given the low IT adoption levels in Australia and given that IT governance can 
improve IT adoption within organisations, we can conclude that a robust framework 
of IT governance controls for the Australian acute healthcare sector is needed to 
ensure that ongoing investments in IT within acute healthcare organisations deliver 
the best possible outcomes by effectively managing the associated risks, which this 
study has shown are mostly internally generated. 
The principal motivation, therefore, for this research is to contribute to 
knowledge and practice regarding IT adoption in acute healthcare in the hope that 
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any subsequent improvement in IT adoption in acute healthcare will lead to 
improvements in the efficiency, safety and quality of acute healthcare services. 
This study seeks to contribute to the body of knowledge on IT adoption in 
acute healthcare in the following three ways: 1) by providing empirical evidence of 
IT adoption levels in acute healthcare facilities in Australia; 2) by using forms of 
organisational behavioural theory to discuss the drivers of IT adoption and barriers to 
IT adoption in acute healthcare that typically manifest into organisational risks 
associated with IT investment; and 3) by proposing a set of IT governance controls to 
address these risks and then having these IT governance controls agreed to by a panel 
of industry experts using the Delphi Method of consensus building. 
This study seeks to contribute to the practice of IT adoption in acute healthcare 
by providing healthcare CIOs with a series of recommendations associated with the 
IT governance controls that are proposed in this thesis. 
Research Questions 
This thesis, by monograph, set out to make a contribution to research and 
practice in the area of IT governance in acute healthcare as discussed in the previous 
section. To achieve the above stated objectives, three research questions were 
established, which will now be summarised. 
The primary research question is: 
What IT Governance Controls enhance IT Adoption within the 
Australian Acute Healthcare Sector? 
In order to address the primary research question, two sub-questions were 
posed:  
What is the Extent of IT Adoption within the Australian Acute 
Healthcare Sector? 
and 
What are the Factors Determining IT Adoption Risk within the 
Australian Acute Healthcare Sector? 
The first sub-question has been included in the research as it was determined 
from the literature review that there is a paucity of data regarding IT adoption in 
 Chapter 8:Summary and Conclusions 236 
 
acute healthcare in Australia. By answering this first sub-question, the research will 
achieve two outcomes: 1) make a contribution to the literature regarding IT adoption 
in acute healthcare in Australia; and 2) corroborate the importance of this research by 
confirming that IT adoption in acute healthcare can be substantively improved. 
The objective of the second research sub-question is to provide a basis for 
constructing the IT governance controls that are the subject of the primary research 
question. A principal tenet of IT governance is to effectively manage risk that is 
created by internal and external factors that impact on IT systems deployment and 
thereby enhance the adoption of IT within organisations. 
Research Design 
The research employed the Delphi Method to elicit expert opinion in order to 
arrive at a consensus. The first phase of the Delphi study involved establishing the 
expert panel, which for this study is a sample of Australian acute healthcare 
organisation CIOs. The principal researcher was himself the CIO of a large 
Australian acute healthcare organisation, which allowed for ease of contact with 
other acute healthcare CIOs. Both private sector (for profit and not-for-profit) and 
public sector acute healthcare organisations were invited to participate in the study, 
however only private sector CIOs participated. Although no public sector (State and 
Territory Health Departments) participated in the study, it has been noted that a 
number of the private sector hospital groups also operated public hospitals under 
contract to the State and Territory governments. 
The Delphi Method study involved four survey rounds. The first round 
collected broad information about the healthcare organisation and current IT 
governance arrangements. The survey also asked respondents to rate a list of drivers 
of IT adoption and barriers to IT adoption. The final section of the survey asked a 
series of questions on existing and planned IT systems. Data on drivers of IT 
adoption and barriers to IT adoption were then used to assist in the construction of 
the preliminary set of IT governance controls that were the focus of the next three 
survey rounds. 
The Round Two survey asked respondents to rate each proposed IT governance 
control and respondents were also provided the opportunity to suggest any additional 
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IT governance controls not present in the preliminary set. The Round Three survey 
presented respondents with the results from the Round Two survey and asked 
respondents to then rank the list of final IT governance controls in order of 
importance. The Round Four survey presented respondents with the results from the 
Round Three survey and asked respondents to indicate what impact the Delphi study 
has had on their organisation’s implementation of each IT governance control. 
From the data collected in the Round One survey, the study could answer the 
first research sub-question: What is the Extent of IT Adoption within the Acute 
Healthcare Sector? This data also provided an opportunity to explore three 
additional data correlation questions: 1) Is there a correlation in the data between IT 
adoption and IT expenditure? 2) Is there a correlation in the data between IT 
adoption and IT staffing? and 3) Is there a correlation between IT adoption and IT 
governance maturity? 
The Round One survey data also helped confirm the IT adoption factors that 
would be used to construct the set of preliminary IT governance controls that would 
then be presented to study participants in the Round Two survey. Round One survey 
participants were asked to rate, using a 10-point Likert scale, each of the drivers of 
IT adoption and barriers to IT adoption that were presented. 
Upon completion of the survey rounds, rankings of the final set of IT 
governance controls could be analysed and a discussion of each IT governance 
control completed. 
The final survey round sought to assess the extent to which organisations had 
implemented each IT governance control as well as the level of influence that the 
study had on the organisation’s implementation of each governance control. 
Summary of Main Findings 
A detailed discussion of the results of this study is contained in Chapter 7. This 
section provides a summary of those findings. 
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The first research sub-question to be answered was – 
What is the Extent of IT Adoption within the  
Australian Acute Healthcare Sector? 
 
The literature search revealed support for the assertion that IT adoption rates 
are low, with data in Australia from 2013 revealing just 4.4% of Australian hospitals 
were at Stage 4 of the HIMSS Analytics EMR Adoption Model. The data from this 
study revealed that on average organisations had implemented just 14.5 clinical 
systems out of a possible 61 clinical systems that were identified. Furthermore, in 
relation to EMR adoption, none of the respondents had implemented or were in the 
process of implementing Closed Loop Medication Administration, which according 
to the HIMSS Analytics EMR Adoption Model is required to achieve Stage 5 within 
that model. Furthermore, only one organisation had implemented decision-support 
based computerised physician order entry, which is required to achieve Stage 4 of the 
EMR adoption model.  
In summary, therefore, in response to the first research sub-question regarding 
IT adoption rates within Australian acute care organisations, we can assert that IT 
adoption levels in private hospitals are low, particularly in comparison to the US 
acute healthcare sector which has received substantial federal government financial 
incentives to improve IT adoption in hospitals. 
Using the Round One survey data, this study explored any apparent correlators 
of IT adoption, resulting in the following 3 observations: 
1) There is no statistically significant correlation between expenditure on IT 
and number of IT systems deployed (r = -0.17, p > .97); 
2) There is a statistically significant correlation between the number of IT 
staff and number of IT systems deployed (r = 0.77, p =< 0.05); and 
3) Based on an a priori model of IT governance maturity assessment, there is 
no statistically significant correlation between the level of IT governance 
maturity and number of IT systems deployed (all systems: r = 0.47, p = 
0.17; clinical systems: r = 0.30, p = 0.40;). 
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The second research sub-question to be answered was – 
What are the Factors Determining IT Adoption Risk within the 
Australian Acute Healthcare Sector? 
From data collected in the Round One survey we observed that the strongest 
perceived drivers of IT adoption include: 
 internal pressure to improve efficiency and reduce cost of healthcare; 
 external pressure associated with increasing demand for services; 
 internal pressure associated with staff expectations; and 
 external regulatory pressures associated with improvements in patient 
safety and quality of outcomes. 
 
Based on our consensus assessment of the drivers of IT adoption, we can 
conclude that there is consensus amongst respondents that all of the factors listed in 
Table 8.1 below are important drivers of IT adoption in acute healthcare. 
Table 8.1 – Agreed Drivers of IT Adoption in Acute Healthcare 
Drivers of IT Adoption in Acute Healthcare 
Increasing demand for services 
Regulatory pressures associated with improvements in patient safety and quality of outcomes 
Payer (Health Funds or Government) financial incentives 
External pressure to improve efficiency and reduce cost of healthcare 
Proliferation of medical knowledge and evidence-based pathways 
Patient (healthcare consumer) expectations 
Internal pressure to improve efficiency and reduce cost of healthcare 
Staff expectations 
 
Looking next at the barriers to IT adoption, we observed that the strongest 
perceived barriers to IT adoption include: 
 Immature IT solutions available from vendors; 
 Lack of IT knowledge by business/clinical managers; 
 Physician resistance; 
 Inability of Vendors to Expertly Implement their Solutions; and 
 Inadequate Capital. 
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Based on our consensus assessment of the barriers to IT adoption, we can 
conclude that there is consensus regarding the factors listed in Table 8.2 below, 
however, consensus was not achieved regarding the factors listed in Table 8.3 below 
with both tables listed in order of consensus level.  
Table 8.2 – Barriers to IT Adoption Consensus 
Barriers to IT Adoption Consensus 
Consensus Achieved 
Physician Resistance 80.0% 
Immature IT Solutions Available from Vendors 70.0% 
Lack of IT Knowledge by Business/Clinical Managers 70.0% 
Inability of Vendors to Expertly Implement their Solutions 70.0% 
Inadequate Capital 70.0% 
Lack of consistent work practices making IT difficult 70.0% 
Lack of Adequate Stakeholder Engagement in IT Decision Making 60.0% 
High Maintenance and Support Costs 60.0% 
Lack of IT Governance Maturity 60.0% 
Difficulty Quantifying Return on Investment 60.0% 
Complexity of Implementation of IT Solution 60.0% 
Lack of Interoperability Between Solutions 50.0% 
Table 8.3 – Barriers to IT Adoption Non-Consensus 
Barriers to IT Adoption Consensus 
Consensus Not Achieved 
Lack of Project Management Maturity 40.0% 
Lack of a Mature Approach to Benefits Management & Realisation 40.0% 
Lack of IT Infrastructure to Support High Availability 40.0% 
Lack of Adequate Internal IT Expertise 40.0% 
Lack of Transparency Regarding the Full Costs of IT 30.0% 
Lack of Mature IT Architecture 30.0% 
Concerns regarding Privacy and Security of Health Information 30.0% 
Lack of a Defined IT Strategy 20.0% 
 
The primary research question to be answered was:  
What IT Governance Controls enhance IT Adoption within the 
Australian Acute Healthcare Sector? 
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The study determined that the governance controls listed in Table 8.4 below 
are important to CIOs in the private acute healthcare sector in Australia. The controls 
are listed according to their rank order of importance. 
Table 8.4 – IT Governance Controls Established by this Study 
Rank IT Governance Control 
1 IT Strategic Plan 
2 IT Governance Committee 
3 Business Case for IT Investment 
4 Project Steering Committees 
5 Risk Management 
6 CIO Reporting Relationship 
7 Progress Reporting against IT Strategic Plan  
8 IT Investment Prioritisation Framework 
9 IT Policies and Procedures 
10 Project Management Framework / Project Management Office 
11 Assessment of Organisational Capacity 
12 Progress Reporting on Strategic Initiatives 
13 Change Management Framework 
14 Resource Allocation Process 
15 Service Delivery KPIs 
16 Go-Live Gatekeeping 
17 Project Portfolio Reporting 
18 Vendor and Solution Assessment Tools 
19 Post Implementation Review 
20 IT External Audit 
21 External Benchmarking 
22 Delegations Manual 
23 Benefits Tracking 
24 Project Closure Reporting 
25 IT Code of Ethics 
 
Furthermore, the research has assembled these IT governance controls within 
an IT governance framework based on AS/NZS ISO/IEC 38500:2010, which is 
depicted in Figure 8.2 below. In doing so, this research has addressed an inherit 
limitation with IT governance standards – namely how to achieve the requirements 
of the standards in the form of specific IT governance controls that are, in this case, 
relevant to acute healthcare. 
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Figure 8.2 – ISO 38500 Constructed IT Governance Controls 
ISO 38500 CORE ACTIVITIES (Controls) 
PRINCIPLES Evaluate Direct Monitor 
Responsibility 
 
IT Governance Committee (2) 
CIO Reporting Relationship (6) 
Delegations Manual (22) 
Strategy 
 
Corporate Strategic Plan 
Progress Reporting against IT 
Strategic Plan (7) 
IT Strategic Plan (1) 
Business Risk Register which 
identifies IT risks and business 
risks requiring an IT solution 
Business Case for IT 
Investment (3) 
Acquisition 
 
IT Investment Prioritisation 
Framework (8) 
Assessment of Organisational 
Capacity (11) 
Vendor and Solution 
Assessment Tools (18) 
Tender/Contract Templates 
Tender/Contract Review 
Process 
Accountability  Framework 
for 3
rd
 Party Suppliers 
Performance 
 
Risk Management of IT Assets 
(5) 
Project Management Framework / PMO (10) 
Project Steering Committees 
(4) 
Resource Allocation Process 
(14) 
Go-Live Gatekeeping (16) 
Progress Reporting on 
Strategic Initiatives (12) 
IT Service Delivery KPIs (15) 
Project Portfolio Reporting 
(17) 
Post Implementation Reviews 
(19) 
External Benchmarking (21) 
Benefits Tracking (23) 
Project Closure Reporting 
(24) 
Conformance 
 
Compliance Register Staff Training & Development 
Progress towards Compliance 
Actions 
IT Internal Audit 
 IT Policies and Procedures (9) / IT Code of Ethics (25) 
IT External Audit (20) 
Human 
Behaviour 
Review Process for relevant 
Frameworks (e.g. Project 
Management etc) 
Change Management 
Framework (13) 
Survey Users 
Greyed-out controls denote controls not considered by this research as they are less IT 
specific and would be expected to exist as part of general corporate governance controls 
such as risk, audit and procurement processes. 
 
  
 243 Chapter 8: Summary and Conclusions 
 
Throughout Chapter 7, we considered the application of our theory-based 
model of IT adoption factors to ensure that the IT governance controls proposed are 
consistent with the three underpinning theories. The Chapter 7 summary of the 
primary research question provided additional insights into those governance 
controls that are of greatest importance given these underpinning theories, which are 
summarised as follows: 
 During the IT Investment Decision phase of an IT solution lifecycle, the IT 
governance controls of greatest importance include the development of an 
IT Strategic Plan and Business Cases for IT Investment; together with the 
establishment of an IT Governance Committee. These controls have the 
greatest potential to address risks that emerge from institutional 
isomorphism; 
 During the Implementation phase of an IT solution lifecycle, the IT 
governance controls of greatest importance include the establishment of 
Project Steering Committees, a Project Management Framework / PMO 
and a Change Management Framework. These controls have the greatest 
potential to address clinician opposition to IT solutions by ensuring that 
constructs within Sensemaking theory, including Bracketing, Enactment 
and Identity are acknowledged and dealt with as part of clinician’s IT 
solution sensemaking journey. 
 Post-implementation of an IT solution, the IT governance controls of 
greatest importance include the use of Project Steering Committees, Post-
Implementation Reviews and Benefits Tracking to drive benefits 
realisation. Of equal importance is the Resource Allocation Process and the 
Business Case for Investment which establish the resources for the ongoing 
support and management of the solution. These controls address the key 
components of Diffusion of Innovation Theory which advocate support for 
clinical champions and early adopters and the communication of their 
outcomes. 
 
Chapter 7 also proposed a number of implications for research and practice. 
These implications are summarised in the next sections. 
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Research Implications 
Throughout the discussion chapter (Chapter 7), a series of implications for 
research were identified. These implications, in the form of recommendations, will 
now be discussed under identified themes. 
The first theme concerns the theory scaffolding that has been used to derive IT 
adoption factors that are relevant to IT governance: 
Table 8.5 - Research Recommendations Concerning Posited Theory-Based Model 
# Recommendation for Research 
R1 Further research is required to determine if the proposed theory-based model for 
identifying IT adoption factors in acute healthcare is significant to IT governance in acute 
healthcare. 
R2 Further research is required to determine if the proposed theory-based model of 
organisational behaviours impacting the IT solution investment lifecycle can be applied to IT 
governance independent of industry or sector. 
 
The second theme concerns further research towards understanding the 
relationship between IT adoption (contingency) factors and IT governance in acute 
healthcare: 
Table 8.6 – Research Recommendations Concerning IT Adoption Factors 
# Recommendation for Research 
R4 A limitation of this study is that clinician opinions on the drivers of IT adoption have not 
been sought. Further research is required to better understand clinician attitudes and 
motivations for IT adoption in clinical practice and how these attitudes and motivations 
might best be accommodated from an IT governance perspective. In pursuing this research, 
consideration should also be given to the structural power associated with clinician seniority 
and the impact this has on attitudes to technology in healthcare. 
R5 Additional research is required to understand the process that clinicians undertake in clinical 
systems sensemaking in order to better inform IT governance controls required to optimise 
clinical systems implementation. 
R6 Further research is required to understand if the barriers to IT adoption, which did not 
achieve consensus, are subject to professional bias by CIOs. This could be achieved by 
undertaking a study involving other C-suite executives such CEOs, CFOs and COOs. If bias is 
established, then further exploration of these factors in relation to IT governance controls is 
warranted. 
R8 Additional research is required to determine if CIO structural power is significant in acute 
healthcare in Australia in terms of IT governance effectiveness and IT adoption. 
 
The third theme concerns the governance controls and research suggested to 
further refine these IT governance controls as they relate to acute healthcare: 
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Table 8.7 - Research Recommendations Concerning Proposed IT Governance Controls 
# Recommendation for Research 
R3 Research is required to determine an IT governance maturity model for acute healthcare 
that will a) assist acute healthcare organisations in their IT governance journey, and b) 
further refine the IT governance controls proposed by this research. 
R9 Additional research is required to determine if there is a particular approach to IT strategic 
planning needed in acute healthcare, given the drivers of IT adoption and barriers to IT 
adoption that have been identified. 
R10 Further research is required to assess the quality of IT business cases in acute healthcare to 
determine if quality of the business case is significant in relation to business case outcomes. 
R11 Research is required to determine the most effective approach to IT investment 
prioritisation in acute healthcare given the need for clinicians to be engaged in the decision-
making process. 
R12 Given the importance of project management as an IT governance control and the 
importance of project management to project success, additional research into project 
management maturity in the acute healthcare sector may provide additional insights. 
R13 Research is required to measure outcomes of IT projects in acute healthcare against the 
structure and function of project steering committees. 
R14 Research is required to determine how to best utilise clinicians in stage-gating processes for 
IT adoption within acute healthcare. In particular, approaches to clinician assessment of go-
live preparedness should be investigated. 
R15 In Australia, there is no systematic benchmarking of IT performance in the acute healthcare 
sector. Consequently there is scope for the acute healthcare sector to work with academia 
to develop effective IT benchmarking tools that would allow healthcare organisations to 
benchmark key IT performance metrics that can then be used to either support additional IT 
investment or conversely encourage organisations to extract greater value from existing IT 
investments. 
R16 Industry would benefit from research into an effective benefits management framework for 
IT adoption in acute healthcare – one which proposes a consistent set of measurable 
benefits as they relate to efficiency, safety and quality of healthcare services. 
R17 Additional research is required to identify change management practices that are most 
effective with clinicians when implementing clinical IT solutions in acute healthcare 
organisations. 
 
The fourth and final theme concerns implications for Boards and their role in 
IT governance: 
Table 8.8 - Research Recommendations Concerning Board IT Governance 
# Recommendation for Research 
R7 Research is required to determine if there is a need for IT literacy skills on acute healthcare 
organisation Boards and presuming the need is proven then research is also required that 
identifies the types of IT literacy skills required. 
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Practice Implications  
Throughout the discussion chapter (Chapter 7), a series of implications for 
practice were identified. These implications, in the form of recommendations to 
healthcare Chief Information Officers, are summarised in Table 8.9 below. 
Healthcare CIOs from both the private sector and the public sector should give 
consideration to the practice recommendations, including how to broach the subject 
of IT governance and these recommendations with their respective CEO and Board. 
The implications for practice are grouped by the six principles contained within 
AS/NZS ISO/IEC 38500:2010. 
Table 8.9 – Summary of IT Governance Practice Recommendations 
# IT Governance 
Control 
Practice Recommendation for Healthcare CIOs 
ISO 38500 Principle: Responsibility 
Those responsible for IT must have the authority to perform the actions for which they are 
responsible thus they must also be accountable. 
P1 IT Governance 
Committee 
Healthcare CIOs should ensure that IT governance committees regularly 
review their performance and that membership includes influential 
clinicians. The function of IT governance committees should seek to 
follow a maturity journey that continuously improves the performance 
of the committee. 
P2 CIO Reporting 
Relationship 
Healthcare CIOs should ensure that they continue to promote the 
importance of IT at Board and Executive level and continue to evolve 
discussions of CIO structural power with the CEO to reflect emerging 
technologies and trends specific to the acute healthcare sector. 
P3 Delegations 
Manual 
Healthcare CIOs should ensure that authority and accountability for IT 
acquisitions is clearly articulated in relevant policies including a 
delegations manual and that these policies are communicated and 
understood by staff. 
ISO 38500 Principle 2: Strategy 
The organization’s business strategy takes into account the current and future capabilities of IT; 
the strategic plans for IT satisfy the current and ongoing needs of the organization’s business 
strategy. 
P4 IT Strategic Plan Healthcare CIOs should ensure that IT strategic plans are kept current 
and that their organisation is appropriately engaged in its ongoing 
review and development. This engagement should include the Board 
Directors and other senior stakeholders including clinicians. IT strategic 
planning in acute healthcare should give consideration to the drivers of, 
and barriers to, IT adoption that have been discussed in this research. 
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# IT Governance 
Control 
Practice Recommendation for Healthcare CIOs 
P5 Business Case for 
IT Investment 
Healthcare CIOs should ensure there is a consistent approach to the 
development of IT related business cases and a clear business owner, 
other than the CIO, is identified. The business case should seek to 
address key benefits and risks including consideration for the drivers of, 
and barriers to, IT adoption that have been discussed in this research. 
Consideration should also be given to how the business case, or, where 
appropriate, preliminary business case, participates in the IT 
Investment Prioritisation process. 
P6 Progress Reporting 
against IT Strategic 
Plan 
Healthcare CIOs should work with CEOs to report progress against IT 
strategic plans to their Board. This progress reporting should ensure 
that there is reporting against strategic plan objectives, the status of 
initiatives and the quantifiable benefits that have been delivered. This 
periodic reporting to the Board will help to ensure that the IT strategic 
plan remains relevant and aligned to organisational objectives. 
ISO 38500 Principle 3: Acquisition 
IT acquisitions are made for valid reasons, on the basis of appropriate and ongoing analysis, with 
clear and transparent decision making. There is appropriate balance between benefits, 
opportunities, costs, and risks, in both the short term and the long term. 
P7 IT Investment 
Prioritisation 
Framework 
Healthcare CIOs should implement an IT investment prioritisation 
framework that gives consideration to the drivers of, and barriers to, IT 
adoption in acute healthcare discussed in this research. This 
consideration of drivers and barriers should include risk assessment 
techniques such as rating the likelihood and consequence of each 
factor as a way for organisations to effectively risk rate potential IT 
investments. 
P8 Assessment of 
Organisational 
Capacity 
Healthcare CIOs should ensure that assessment of organisational 
capacity is one of the criteria addressed within the IT investment 
prioritisation framework. 
P9 Vendor and 
Solution 
Assessment Tools 
Healthcare CIOs should implement vendor and solution assessment 
tools that measure vendor capability beyond their solution’s alignment 
with business needs. In particular, the vendor’s ability to provide 
quality implementation services and ongoing support for their solution 
should be taken into account. 
ISO 38500 Principle 4: Performance 
IT is fit for purpose in supporting the organization, providing the services, levels of service and 
service quality required to meet current and future business requirements. 
P10 Risk Management 
of IT Assets 
Healthcare CIOs should implement a programme of regular risk 
assessment of existing IT assets with appropriate mitigation plans 
established and monitored. Significant risks should be included in the 
corporate business risk register and where appropriate highlighted with 
the CEO and Board. CIOs should also give consideration to integrating 
existing IT asset risk assessments into internal audit programmes. 
P11 Project 
Management 
Framework / PMO 
Healthcare CIOs should ensure that the project management 
framework implemented is effective for their organisation, is 
consistently implemented for all projects, not just IT projects, and that 
a project management office is established to support best-practice 
project management implementation and build internal project 
management capability. 
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# IT Governance 
Control 
Practice Recommendation for Healthcare CIOs 
P12 Project Steering 
Committees 
Healthcare CIOs should ensure that all major IT projects are governed 
by a project steering committee with appropriate stakeholder 
representation including a defined business owner of the solution who 
is accountable for the project benefits. CIO’s should ensure that IT 
related project steering committees have in place a Committee Terms 
of Reference that consistently addresses the objectives of the steering 
committee and its responsibilities and accountabilities. 
P13 Resource 
Allocation Process 
Healthcare CIOs should ensure that ongoing resource requirements for 
new systems are fully costed and articulated in business cases. Once 
resources are allocated to the ongoing support and management of 
systems, CIOs should ensure that a mechanism is established for the 
periodic assessment of value that is delivered from this allocation of 
resources. 
P14 Go-Live 
Gatekeeping 
Healthcare CIOs should ensure that stage-gating including go-live 
gatekeeping is implemented with accountability for gatekeeping 
delegated either to the relevant project steering committee or 
alternatively to the overarching IT governance committee. 
P15 Progress Reporting 
on Strategic 
Initiatives 
Healthcare CIOs should establish a consistent approach for the 
reporting of strategic IT initiatives to their organisation’s Board, 
Executive Committee and/or IT Governance Committee. This reporting 
should clearly articulate current risks and issues as well as other project 
metrics such as financial performance, tracking of project milestones 
and tracking of benefits. 
P16 IT Service Delivery 
KPIs 
Healthcare CIOs should establish a mechanism for regular IT service 
performance reporting. Consideration should be given to implementing 
Service Level Agreements with the business, which provide an effective 
tool for regular constructive conversations about what service levels 
are possible based on existing resources. SLAs also provide the business 
with an opportunity to express their service requirements of IT 
including recognition of what is required from customers in order to 
achieve the agreed service levels. 
P17 Project Portfolio 
Reporting 
Healthcare CIOs should ensure that project portfolio management and 
reporting is implemented to provide executive-level reporting on the 
portfolio of IT projects both underway and in the pipeline for 
consideration. This portfolio view will assist organisations to make 
better investment decisions and identify risks created by the 
interdependencies between projects. 
P18 Post-
Implementation 
Review 
Healthcare CIOs should establish a post-implementation review 
process, which is led by the project business sponsor / owner and 
focusses on benefits assessment from the original business case and 
providing recommendations for ongoing benefits realisation and 
optimisation. 
P19 External 
Benchmarking 
Healthcare CIOs should collaborate with academic research partners to 
develop a fit-for-purpose IT benchmarking tool that can assist the acute 
healthcare sector to normalise, where possible, IT performance and 
spending. 
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# IT Governance 
Control 
Practice Recommendation for Healthcare CIOs 
P20 Benefits Tracking Healthcare CIOs should establish a benefits management framework 
that tracks benefits throughout the project lifecycle and assigns 
responsibility for benefits to the business owner of the project rather 
than IT people. 
P21 Project Closure 
Reporting 
Healthcare CIOs should establish processes for project closure 
reporting including implementing standardised templates for this 
reporting which ensure that lessons learnt are captured and used to 
inform improvements to their project management processes. 
ISO 38500 Principle 5: Conformance 
IT complies with all mandatory legislation and regulations. Policies and practices are clearly 
defined, implemented and enforced. 
P22 IT Policies and 
Procedures / IT 
Code of Ethics 
Healthcare CIOs should establish IT policies and procedures that 
address IT security, information privacy and IT acceptable use 
guidelines, consistent with the organisation’s employee code of 
conduct. Furthermore, CIOs should ensure that processes are 
implemented for the regular review of these policies and procedures, 
consistent with Australian National Safety and Quality Health Service 
Standards. 
P23 IT External Audit Healthcare CIOs should be proactive in working with Board Audit 
Committees to establish annual IT audit programmes including 
recommendations for audits that should be conducted by independent, 
audit-qualified, external experts. Establishing this IT audit programme 
should be based on the IT risks identified in the business and/or clinical 
risk registers. 
ISO 38500 Principle 6: Human Behaviour 
IT policies, practices and decisions demonstrate respect for Human Behaviour, including the current 
and evolving needs of all the ‘people in the process’. 
P24 Change 
Management 
Framework 
Healthcare CIOs should ensure that a comprehensive approach to 
change management is established that compliments their project 
management and IT governance frameworks. This change management 
framework needs to take into account the considerable human factors 
surrounding clinician adoption of IT. 
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Research Limitations 
This section examines the limitations of the study, including theoretical and 
methodological validity, and the implications for the research conclusions that have 
been presented. Specifically this section will examine: 
 the internal validity of the research findings, which focusses on any 
weaknesses in the results, including any alternate explanations of the 
results; 
 the external validity of the research findings, which focuses on 
opportunities to generalise the findings to other settings; and 
 the methodological validity, which focusses on checking that the Delphi 
method has been appropriately applied within the context of this research. 
 
Internal Validity 
It has not been possible for this research programme to quantitatively validate 
the effectiveness of the IT governance controls presented in response to the primary 
research question – What IT Governance Controls enhance IT Adoption within the 
Australian Acute Healthcare Sector? This is because the controls proposed are based 
on a priori theory, i.e. the model presented is based on the literature reviewed and 
the data gathered in this research. The proposed framework of IT governance 
controls is therefore what we can reasonably argue to be important, but as yet do not 
know to be important or, indeed, efficacious. In other words, we cannot know that 
the proposed IT governance controls are effective until they have been implemented 
and then longitudinally and empirically assessed. The obvious risk to the proposed 
model moving from a priori theory to a posteriori theory (i.e. knowledge we know 
to be true) is that acute healthcare organisations choose not to implement the 
framework of IT governance controls and therefore the controls’ true effectiveness 
cannot be measured. 
Another limitation of this research is the lack of clinician input to the study. 
Given the focus of this research on the influence of clinicians in IT decision-making 
and governance processes, it would be logical that clinicians would also be 
contributors to the factors determining IT adoption risk and to the IT governance 
controls proposed by this research. This limitation has been highlighted when 
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discussing relevant IT governance controls in the Discussion Chapter (Chapter 7) 
with appropriate implications for future research identified.  
Consequently, the lack of engagement of clinicians may impact on the findings 
from the primary research question, What IT Governance Controls enhance IT 
Adoption within the Australian Acute Healthcare Sector? and the second of the 
research sub-questions, What are the Factors Determining IT Adoption Risk within 
the Australian Acute Healthcare Sector? but would not impact the findings of the 
first research sub-question, What is the Extent of IT Adoption within the Australian 
Acute Healthcare Sector? 
Another limitation of this research is that, although strongly encouraged, public 
sector healthcare organisations (the Australian State and Territory Health 
Departments) did not participate in the study. This resulted in a smaller (than hoped 
for) sample size for the study, which does affect statistical calculations. 
Consequently, the lack of engagement of public sector healthcare organisations may 
impact on the findings from each of the three research questions posed by this study. 
Given some of the private sector organisations that participated in the study also 
operate public hospitals, it is not anticipated that there would be any substantial 
difference in IT governance requirements, however this assumption needs to be 
tested. 
Chapter 7 highlighted potential weaknesses in the Round One survey when 
attempting to consider if there were any statistical correlations between IT adoption 
(as a dependent variable) and IT expenditure, IT staffing and IT governance 
maturity. The data collected in the Round One survey, which yielded this analysis, is 
insufficient to reliably assert, or otherwise, the statistical significance of these 
independent variables on IT adoption. In particular, the constructed IT governance 
maturity model does not consider capability and competence levels within each IT 
governance control. Substantial further research is required to determine any 
statistically significant relationships. 
External Validity 
As discussed in Chapter 7, further research is required to determine if the 
proposed theory-based model of organisational behaviours impacting IT governance 
could be applied to other industries outside of acute healthcare. It is likely that many 
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of the risk generating factors and IT governance controls proposed would be 
applicable to other industries, especially those involving similar professional 
autonomy. Further research, if undertaken, may, or may not, identify that whilst the 
theory scaffolding approach to the IT investment lifecycle is potentially supported in 
the acute healthcare sector, theories underpinning each IT lifecycle phase is industry 
or sector dependent.  
From the factors leading to risk in IT adoption, we had previously observed 
that most of these factors / risks are internally generated. One could generalize that 
this propensity for internally generated IT risk is to be expected, especially where 
human factors influence and often dominate organisational behaviour and function.  
Results for IT adoption levels within the Australian acute healthcare sector are 
of course specific to that sector and not generalizable to other sectors. The data 
presented on IT adoption levels may, however, prove of interest to other sectors for 
the purposes of comparison and benchmarking. 
Method Validity 
Based on Rowe and Wright (1999) characterisation of the Delphi method, we 
can confirm the following: 
Delphi Method Characteristic Study Validation 
Anonymity The study did not reveal the identity of the study participants at any 
stage of the study. 
Iteration The study provided participants with two iterations beyond the first 
survey round in order to refine their view. 
Controlled Feedback Each survey round, subsequent to the first survey, provided 
participants with anonymous results from each previous survey 
round. 
Statistical Aggregation Simple descriptive statistical summaries were used when presenting 
each round’s results. 
 
As discussed in Chapter 4, Landeta (2006) and Adler and Ziglio (1996) 
identified the selection of experts as a significant methodological risk in the Delphi 
method. For this study, the researcher was fortunate to be a practising CIO in a large 
acute healthcare organisation and consequently was able to identify other healthcare 
CIOs in Australia to participate in the study. Data collected on the qualifications and 
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experience of participants shows sufficient expertise to support the survey 
participants as being appropriate for this Delphi study. 
Landeta (2006) and Hasson et al. (2000) also identified that the Delphi method 
is inherently subject to both researcher and participant bias. Potential participant bias 
was identified in Chapter 7 when discussing the lack of consensus achieved 
regarding certain barriers to IT adoption. As per the research recommendation R6, 
further research is required to determine if this potential bias exists. Ideally one 
would avoid questions that expose the participants to potential professional bias; 
however, for this study, this was not possible as the questions at risk of bias were 
indeed important to the research. 
Researcher bias was mitigated by allowing the respondents to contribute their 
own factors (drivers and barriers) to IT adoption in the Round One survey; and by 
allowing the respondents to contribute their own IT governance controls in the 
Round two survey. 
Another methodological weakness of the Delphi method identified by Landeta 
(2006) is the potential for poorly formulated problem statements and survey 
questions. To mitigate this risk, the survey tool was reviewed and tested by two 
independent reviewers prior to the Round One survey being issued. 
In summary, the researcher believes that the Delphi survey tools were properly 
constructed and executed, consistent with the objectives and principles of the Delphi 
method. Furthermore, the addition of an impact assessment of the study on 
participants in the Round Four survey, which revealed that this study had some 
influence on participants, supports the Delphi method’s strength as a technique to 
obtain reliable group opinion (Landeta, 2006). 
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Coursework 
The following coursework has been completed as part of this doctoral 
programme: 
Table 9.1 Doctoral Coursework Summary 
Subject Status Result 
IFN001 – Advanced Information Retrieval Skills Completed (Semester 1, 2009) 7 (90) 
INN700 – Introduction to Research Completed (Semester 2, 2009) 7 (94) 
INN701 – Advanced Research Topics Completed (Semester 1, 2010) 7 (95) 
 
In additional to this QUT coursework, in 2010, the candidate completed a 
certificate course in Leadership Strategies in Information Technology from Harvard 
University, which included two separate residential components in Boston. 
Chapter Summary 
This chapter has provided a summary of the research motivation and 
objectives, the research questions, research design, validity and limitations. A 
summary of the research findings has been provided including 17 implications for 
research and 24 implications for practice. 
Thesis Summary 
This thesis comprised eight chapters. Chapter 1 provided an introduction to the 
research, its motivations and objectives; Chapter 2 discussed the literature relevant to 
the research questions; Chapter 3 discussed the theoretical underpinnings of 
organisational decision-making in acute healthcare and how this could be used to 
help identify IT adoption factors in acute healthcare; Chapter 4 described the Delphi 
research method and its applicability to this research as well as a detailed description 
of the research design; Chapter 5 presented the Round One survey results; Chapter 6 
presented the Round Two, Three and Four survey results; Chapter 7 provided a 
detailed discussion on the findings of the study by answering each of the research 
questions; and Chapter 8 summarises and concludes this thesis. 
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Following the bibliography are four appendices, which provide an example of 
each of the four survey round instruments. 
This concludes this thesis. 
 
“You are not here merely to make a living. You are here in order  
to enable the world to live more amply, with greater vision, with a  
finer spirit of hope and achievement. You are here to enrich the  
world, and you impoverish yourself if you forget the errand.” 
Thomas Woodrow Wilson 
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Appendices 
Appendix A – Round One Survey 
Australian eHealth & IT Governance Survey 
Dear Participant, 
I am an Adjunct Professor at the Queensland University of Technology, currently 
researching a Governance framework for the adoption of information technology in acute 
healthcare delivery. I would like to invite you to take part in this research by completing the 
attached detailed questionnaire.  
Purpose of Research: The purpose of this research is to address an IT governance 
framework that will enhance IT adoption in healthcare to improve the efficiency and quality 
of clinical care. The adoption of information technology (IT) in healthcare is generally 
recognised as a solution to improving healthcare delivery, yet IT adoption in healthcare is 
relatively low compared to most other industries. IT Governance is recognised as providing 
a framework that can enhance the adoption of IT within organisations.  This research seeks 
to assess the level of IT adoption and approaches to IT governance within acute healthcare 
delivery organisations. 
Your Participation: involves completing this detailed questionnaire. 
Instructions: This questionnaire will take approximately 60-90 minutes to complete 
depending on the depth of your responses and the size of your organisation. If completed 
electronically, please email the completed document. If printed and responses then hand 
written, please scan the completed questionnaire and return by email. The email address 
for responses is malcolm.thatcher@qut.edu.au. Please respond no later than <date>. 
Please do not hesitate to contact me directly with any queries you might have. 
Benefits to You: A key outcome of this research will be to identify the IT adoption factors 
that are unique to acute healthcare and subsequently to propose an IT governance 
framework specific to acute healthcare that will assist organisations to improve the efficacy 
of their IT investment decisions.  The results of this research will be available to you and 
your organisation. 
Confidentiality: the information you provide will remain confidential and will only be used 
for the purpose of this study. 
The Ethical Conduct of this Research: This research has been reviewed and approved by 
the human research committee of Queensland University of Technology in accordance with 
the national statement on ethical conduct in research involving humans. If potential 
participants have any concerns or complaints about the ethical conduct of the research, 
please feel free to contact the Research Ethics Support Officer on (+61) 07 3138 5123 or 
ethicscontact@qut.edu.au. Any complaint you make will be treated in confidence and 
investigated, and you will be informed of the outcome. 
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Consent of Research Participant: your consent to participate in this research is implied 
when you complete and return the questionnaire. Please detach this sheet/cover letter and 
retain it for your later reference. Your cooperation in participating in this research is 
sincerely appreciated and will greatly enrich the outcome of my research.  
 
Yours faithfully 
 
 
Malcolm Thatcher 
Adjunct Professor, School of Information Systems 
Faculty of Science and Engineering 
Queensland University of Technology 
Email: malcolm.thatcher@qut.edu.au   
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Section 1 – About Your Organisation 
Hospital / Organisation / Region Name  
Principal Address  
Internet URL / Web Address  
Organisation Type Choose One Only 
   State Run Hospital 
   Private Hospital – For Profit 
   Private Hospital – Not for Profit 
   Other (please specify...) 
 
Number of Hospitals in Organisation ACT  
NSW  
QLD  
SA  
NT  
TAS  
VIC  
WA  
Total Number of Licensed Inpatient Beds  
Total Number of Staffed Inpatient Beds  
Total Number of Operating Suites (including Day 
Procedure Rooms) 
 
Total Number of Birthing Suites  
Total Number of Cardio-Catheter Labs  
Total Number of Emergency Departments  
Total Number of Adult ICU Beds  
Total Number of Paediatric ICU Beds  
Total Number of Neonatal ICU Beds  
Total Number of CCU Beds  
Do you own and operate a Radiology Service Yes / No 
Do you own and operate a Pathology Laboratory Yes / No 
Do you own and operate a Pharmacy Yes / No 
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Section 2 – Hospital Activity 
Specify Period of Activity Being Reported  
Total Occupied Bed Days  
Total Inpatient Discharges  
Total Operating Theatre Cases  
Total Emergency Department Attendances  
Total Births  
Total Outpatient Attendances  
Comments 
 
 
Section 3 – Financial Data for Year Ending 20 June 2010 
Total Revenue (for non-Government 
Organisations) 
 
Total Operating Expenditure  
IT Operating Expenditure as % of Total Revenue  
IT Operating Expenditure as % of Total Operating 
Expenditure 
 
IT Capital Expenditure as % of Total Revenue  
IT Capital Expenditure as % of Total Operating 
Expenditure 
 
Comments 
 
 
Section 4 –Staffing 
Overall Organisation Staff Numbers 
Total Number of Staff – Number of Paid Employees  
Total Number of Staff – Full Time Equivalent (FTE)  
Total Nursing Staff (FTE)  
Total Staff Doctors (FTE)  
Total Allied Health Staff (FTE)  
Total Credentialed Visiting Medical Officers  
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IT Staff Numbers 
Total Number of IT Staff (FTE)  
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Management / Administration (FTE)  
Project / Programme Managers (FTE)  
Business Analysts (FTE)  
Programmers (FTE)  
Database Administrators (FTE)  
System Administrators / Application Support 
(FTE) 
 
Operations / Data Centre Support (FTE)  
Network & Telecommunications Support (FTE)  
Biomedical Engineering (FTE)  
Help Desk / Desktop Support (FTE)  
Other (please specify)… 
  
  
Health Information Management Staff Numbers 
Total Number of Health Information Management Staff 
(FTE) 
 
St
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f 
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Medical Records (FTE)  
Clinical Coding (FTE)  
Clinical Transcriptionists (FTE)  
HIMs / Health Informatitions / Casemix Analysts  
Other (please specify)… 
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Section 5 – IT Governance 
Who does the CIO (or 
most senior IT role) 
report to? 
Choose one only 
 CEO 
 COO 
 CFO 
 Other (please specify...) 
 
What functions are the 
CIO (or most senior IT 
role) responsible for? 
Choose all that apply 
 Information Technology 
 Telephony 
 Information Systems 
 Health Informatics / Health Information Management 
 Casemix 
 Biomedical Engineering 
 Other (please specify...) 
 
Is there a current IT / IS 
Strategic Plan? 
Yes / No 
If Yes, state period that plan covers:  
From: <year>      To: <year>  
If No, state period during which a plan will be developed (choose one only): 
 Next 12 Months 
 Beyond 12 Months or no plans 
If yes, does the IT / IS Strategic Plan expressly align with the organisational 
strategy? 
Yes / No 
Do you have in place 
an IT Governance / 
Steering Committee? 
Yes / No 
If Yes, who Chairs the meetings (eg. CEO, COO, CIO, CFO, etc): 
 
If Yes, please state frequency of meetings:  
 
If No, state period during which a committee is planned to be established 
(choose one only): 
 Next 12 Months 
 Beyond 12 Months or no plans 
If Yes, please state whether this committee is responsible for decisions 
concerning: 
IT Principles (Business Role of IT)  Yes / No 
IT Architecture    Yes / No 
IT Technical Infrastructure   Yes / No 
Business Applications   Yes / No 
IT Operational Funding   Yes / No 
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Do you have a project 
management / 
portfolio office? 
Yes / No 
If Yes, in which year was it established:  
If No, state period during which a PPO/PMO is planned to be established 
(choose one only): 
 Next 12 Months 
 Next 2 Years 
 Beyond 2 Years or no plans 
Please indicate which 
of the following formal 
frameworks your 
organisation has 
established and 
implemented to aid IT 
implementation: 
Choose all that apply 
 Project Management Framework 
 Programme Management Framework 
 IT Governance Framework 
 Benefits Realisation / Benefits Management Framework 
 Other (please specify...) 
 
Do IT solutions 
undergo a formal 
assessment of their 
suitability against 
organisational 
requirements prior to 
purchase? 
Choose one only 
 Always 
 Usually 
 Sometimes 
 Rarely 
 Never 
Are IT solution vendors 
subject to a due 
diligence process to 
assess their capability 
and market viability? 
Choose one only 
 Always 
 Usually 
 Sometimes 
 Rarely 
 Never 
Is the approval of IT 
projects subject to a 
formal business case? 
Choose one only 
 Always 
 Usually 
 Sometimes 
 Rarely 
 Never 
Are IT (based) projects, 
once established, 
governed by their own 
steering committee? 
Choose one only 
 Always 
 Usually 
 Sometimes 
 Rarely 
 Never 
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Do IT (based) projects 
have a project sponsor 
or business owner who 
is accountable for 
project benefits who is 
not the CIO? 
Choose one only 
 Always 
 Usually 
 Sometimes 
 Rarely 
 Never 
Is there an IT Disaster 
Recovery Plan in place? 
Yes  / No 
If Yes, how often is the disaster recovery plan updated (choose one only): 
 Regularly kept up to date  
 Occasionally kept up to date (at least once a year) 
 Rarely kept up to date (less than once a year) 
Is there a corporate 
risk register (or 
equivalent) where IT 
risks are managed 
Yes  / No 
For clinical IT solutions, 
for each stage of the 
software acquisition 
and implementation 
lifecycle, indicate with 
an ‘X’ the extent to 
which clinicians are 
involved in the process 
Stage 1 
Never 
2 
Rarely 
3 
Sometimes 
4 
Usually 
5 
Always 
Specification of 
Requirements 
     
Solution 
Identification and 
Selection 
     
Implementation 
Planning 
     
Usability Testing      
Deployment      
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Section 6 – Drivers of IT Adoption in Healthcare 
On a scale from 0 to 9, where 0 indicates strongly disagree and 9 indicates strongly agree, indicate 
with an ‘x’ the extent to which you agree that the following factors are drivers of IT adoption within 
acute healthcare within your organisation: 
Do you agree that the following factors are 
drivers of IT Adoption within your organisation? 
Strongly disagree Strongly agree 
0 1 2 3 4 5 6 7 8 9 
Payer (Health Funds or Government) financial 
incentives 
          
Proliferation of medical knowledge and 
evidence-based pathways 
          
Increasing demand for services           
Patient (healthcare consumer) expectations           
Staff expectations           
Regulatory pressures associated with 
improvements in patient safety and quality of 
outcomes 
          
External pressure to improve efficiency and 
reduce cost of healthcare 
          
Internal pressure to improve efficiency and 
reduce cost of healthcare 
          
 
List here any other 
drivers of IT adoption 
within your organisation 
that have not been 
identified above. 
1.  
 
2.  
 
3.  
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Section 7 – Barriers to IT Adoption in Healthcare 
On a scale from 0 to 9, where 0 indicates strongly disagree and 9 indicates strongly agree, indicate 
with an ‘x’ the extent to which you agree that the following factors are barriers to IT adoption within 
acute healthcare within your organisation: 
Do you agree that the following factors are barriers 
to IT Adoption within your organisation? 
Strongly disagree Strongly agree 
0 1 2 3 4 5 6 7 8 9 
Inadequate Capital           
High Maintenance and Support Costs           
Physician Resistance           
Lack of consistent work practices within organisation 
making application of IT difficult 
          
Difficulty Quantifying Return on Investment           
Lack of Transparency Regarding the Full Costs of IT           
Lack of Adequate Internal IT Expertise           
Immature IT Solutions Available from Vendors           
Inability of Vendors to Expertly Implement their 
Solutions 
          
Lack of Interoperability Between Solutions           
Lack of Project Management Maturity           
Lack of IT Governance Maturity           
Lack of a Mature Approach to Benefits Management 
& Realisation 
          
Lack of IT Knowledge by Business/Clinical Managers           
Lack of Mature IT Architecture           
Lack of IT Infrastructure to Support High Availability           
Lack of Adequate Stakeholder Engagement in IT 
Decision Making 
          
Lack of a Defined IT Strategy           
Concerns regarding Privacy and Security of Health 
Information 
          
Complexity of Implementation of IT Solution           
List here any other 
barriers to IT adoption 
within your organisation 
that have not been 
identified above. 
1.  
 
2.  
 
3.  
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Section 8 – Information Technology Adoption 
Column Headings Explained… 
In Production 
Mark this column with an ‘x’ if you have already implemented the technology listed 
even if the technology has not been fully deployed across the entire organisation. 
Being Deployed 
Mark this column with an ‘x’ if you are in the process of implementing the 
technology listed, but are not yet live in production with the technology. 
Not Started  
Mark this column with an ‘x’ if you intend to implement or refresh the technology 
listed within the next 3 years. 
No Plans 
Mark this column with an ‘x’ if you have no plans to implement the technology 
listed. 
Reason for No Plans 
If you mark an ‘x’ in the “No Plans” column, then use the following legend to 
specify the primary reason why you have no plans to implement the technology listed 
(choose one only): 
A1 – No business/clinical driver or requirement 
A2 – Business/clinical resistance to adoption 
B1 – Unable to justify costs of acquisition or costs of support / maintenance 
B2 – Capital funds not available 
C1 – No viable solution or vendor 
C2 – Viable solution and vendor but unproven in Australian market 
C3 – Viable solution and vendor but insufficient internal IT support/capability 
D1 – Unaware of solution or solution has not been investigated 
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Technology In 
Production 
Being 
Deployed 
Not 
Started  
No Plans Reason 
for No 
Plans 
IT Infrastructure 
Server Virtualisation      
Storage Virtualisation      
Desktop Virtualisation      
IP Telephony      
Smartphone Support (eg. BlackBerry, iPhone, 
Windows Phone 7) 
     
Wireless Network (802.11a/b/g/n)      
Wired Network – 1Gb to the Desktop      
Wired Network – 10Gb to the Desktop      
R
ea
l T
im
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o
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ti
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n
 
Tr
ac
ki
n
g 
Se
rv
ic
es
: RFID for Asset tracking      
RFID for Patient Tracking      
RFID for Mother-Baby Matching      
RFID for Temperature Monitoring      
Firewall      
Email Server      
Email Encryption      
Secure Messaging to External Parties      
HL7 Interface Engine      
Corporate Intranet      
Intranet Content Management       
Document Management       
Single Sign-On / Identity Management      
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Technology In 
Production 
Being 
Deployed 
Not 
Started  
No Plans Reason 
for No 
Plans 
 
HIM / Admin Functions 
ADT / Patient Administration      
Bed Flow Management       
Patient Meal Ordering       
Encoder System for Clinical Coding      
Digital Dictation (Server Based)      
Dictation with Voice Recognition (excluding 
Radiology) 
     
Risk Management       
Clinical Incident Management       
Complaints / Feedback Management      
HR Functions 
Payroll       
Rostering with Award Interpretation      
Time & Attendance       
Recruitment       
Performance / Talent Management       
Learning Management       
Employee Self-Service       
Manager Self-Service  
 
     
Finance Functions 
Finance System (GL/AP/AR etc)      
Procurement / Requisitioning      
Asset Management      
Clinical Costing      
Budgeting      
Decision Support / Business Intelligence 
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Technology In 
Production 
Being 
Deployed 
Not 
Started  
No Plans Reason 
for No 
Plans 
Data Warehouse      
Business Intelligence Reporting      
Business Intelligence Portal (data mining)      
Pathology 
Pathology Information System      
Automated Tracking of Specimens      
Pharmacy 
Pharmacy – Hospital Dispensing System      
Pharmacy – Retail Dispensing System      
Cardiology 
Catheterisation Lab System      
Echocardiology System      
Intravascular Ultrasound      
Cardiology Information System      
Nuclear Cardiology      
Cardiology Images can be viewed outside of 
Cardiology 
     
Cardiology Images can be viewed remotely 
(i.e. external to the organisation’s network) 
     
Radiology 
Radiology Information System      
Digital Radiography (DR)      
Angiography      
Digital Fluoroscopy      
Digital Mammography      
Magnetic Resonance Imaging (MRI)      
CT (Computed Tomography) – Single Source      
CT – Dual Source      
Positron Emission Tomography (PET)      
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Technology In 
Production 
Being 
Deployed 
Not 
Started  
No Plans Reason 
for No 
Plans 
Ultrasound      
Digital PACS 
(Picture Archiving and Communication System) 
     
PACS Images can be viewed outside Radiology      
PACS Images can be viewed remotely 
(i.e. external to Local Area Network) 
     
Intensive Care 
Adults ICU Clinical Information System      
Paediatric ICU Clinical Information System      
Neonatal ICU Clinical Information System      
Emergency Department 
Emergency Department Clinical System      
Operating Theatres (OR) 
OR Pre-Operative clinical system      
OR Peri-Operative clinical system      
OR Post-Operative clinical system      
OR Scheduling      
Instrument Tracking and Traceability System      
Patient Self-Service Systems  
Online Appointment Scheduling      
Online Pre-Admission Processing      
Online Bill Payment      
Hospital Kiosks for Clinic Appointment 
Registration 
     
Hospital Kiosks for Admission Registration      
Touch Screen Patient Entertainment System      
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Electronic Medical Record (EMR) 
C
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CPOE – Radiology Orders – no decision 
support 
     
CPOE – Radiology Orders – with 
decision support 
     
CPOE – Pathology Orders – no decision 
support 
     
CPOE – Pathology Orders – with 
decision support 
     
CPOE – Medication Orders – no 
decision support 
     
CPOE – Medication Orders – with 
decision support 
     
CPOE (Other)      
Closed Loop Medication Administration (CLMA)      
CLMA using Barcodes / RFID      
Automated Dispensing Machines / Electronic 
Drug Cabinets 
     
Clinical Data Repository      
Clinical Decision Support Engine      
Clinical Workflow Engine      
Electronic Physician Documentation      
Electronic Nursing Documentation      
Shift-handover Documentation       
Clinical Portal      
Central Monitoring for bedside monitoring 
devices 
     
Shared Electronic Health Record (EHR) 
External Clinician Portal access  to EHR      
Patient Portal access to EHR      
Electronic Referrals System      
Electronic Discharge Summary      
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Appendix B – Round Two survey 
 
Australian eHealth & IT Governance Survey 
ROUND TWO 
Dear Participant 
I am an Adjunct Professor at Queensland University of Technology currently researching a 
Governance framework for the adoption of information technology in acute healthcare 
delivery. I would like to invite you to take part in this research by completing the attached 
brief survey.  
Purpose of Research: The purpose of this research is to address an IT governance 
framework that will enhance IT adoption in healthcare to improve the efficiency and quality 
of clinical care. The adoption of information technology (IT) in healthcare is generally 
recognised as a solution to improving healthcare delivery, yet IT adoption in healthcare is 
relatively low compared to most other industries. IT Governance is recognised as providing 
a framework that can enhance the adoption of IT within organisations.   
The research method being deployed involves four separate surveys, with each round 
sharing de-identified data from the previous round. This is the second survey in the four 
survey series. The purpose of the Round Two, three and four surveys is to further refine and 
validate a set of IT governance controls. You do not need to have completed the previous 
survey round to be eligible to participate in this survey round, nor are you required to 
complete the remaining rounds, although your participation in the remaining survey rounds 
is preferred. 
Your Participation: Participation is entirely voluntary and involves completing this survey 
and the remaining survey rounds. If you agree to participate you do not have to complete 
any question(s) that you are uncomfortable answering. There are no risks beyond normal 
day-to-day living associated with your participation in this project. 
Instructions: This survey is expected to take approximately 20-30 minutes to complete 
depending on the depth of your responses and the size of your organisation. If completed 
electronically, please email the completed document. If printed and responses then hand 
written, please scan the completed questionnaire and return by email. The email address 
for responses is malcolm.thatcher@qut.edu.au. Please respond within seven (7) days of 
receiving this survey. Please do not hesitate to contact me directly with any queries you 
might have. 
Benefits to You: A key outcome of this research will be to identify the IT adoption factors 
that are unique to acute healthcare and subsequently to propose an IT governance 
framework specific to acute healthcare that will assist organisations to improve the efficacy 
of their IT investment decisions.  The results of this research will be available to you and 
your organisation. 
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Confidentiality: It is recognised that data being collected by this study includes 
commercially sensitive information. The data reported by this study will not disclose any 
identifiable data and will only be reported at an aggregate level. All data collected by this 
study will be securely stored, will remain confidential and will only be used for the purpose 
of this study. Only the principal researcher will have access to the data collected. 
The Ethical Conduct of this Research: This research has been reviewed and approved by 
the human research committee of Queensland University of Technology in accordance with 
the National statement on ethical conduct in research involving humans – QUT Ethics 
Approval Number : 1100000720. QUT is committed to research integrity and the ethical 
conduct of research projects.  However, if you do have any concerns or complaints about 
the ethical conduct of the project you may contact the QUT Research Ethics Unit on (07) 
3138 5123 or email ethicscontact@qut.edu.au. The QUT Research Ethics Unit is not 
connected with the research project and can facilitate a resolution to your concern in an 
impartial manner. 
Consent of Research Participant: your consent to participate in this research is implied 
when you complete and return the questionnaire. Please detach this sheet/cover letter and 
retain it for your later reference. Your cooperation in participating in this research is 
sincerely appreciated and will greatly enrich the outcome of my research. 
 
Yours faithfully 
 
 
Malcolm Thatcher 
Adjunct Professor, School of Information Systems 
Faculty of Science and Engineering 
Queensland University of Technology 
Email: malcolm.thatcher@qut.edu.au   
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Section 1 – About You 
Highest Tertiary Qualification Diploma | Bachelor | Honours | Masters | Doctorate | Other 
If Other, please specify  
Role Title  
Years in Current Role  
Years in Healthcare Sector  
 
Section 2 – IT Governance Controls – An Overview 
In 2012, a survey of private hospitals was undertaken (the Round One survey) which asked 
respondents to identify the IT governance controls that were in place within their 
organisation. Applying the results of this survey to ISO 38500:2008 “Corporate governance 
of information technology”, the following Matrix of IT Governance Controls has been 
drafted which addresses the six principles of IT Governance against the 3 core activities of 
IT Governance: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
Greyed-out controls 
denote those controls 
that are less IT 
specific and would be 
expected to exist as 
part of general 
corporate 
governance controls. 
 
Controls not grey-out 
are those specific to 
IT governance and 
are the subject of this 
survey. 
 
Appendix A to this 
survey contains a 
brief description of 
each control. 
 Appendices B-5 A framework of Information Technology 
 Governance Controls in Acute Healthcare 
Section 3 – Stated IT Governance Controls – Your Assessment 
For each of the IT specific governance controls, rate each control on a scale of 1 to 5 as 
follows: 
 
5 strongly agree that the stated control is critical to effective IT governance within my 
organisation 
4 agree that the stated control is important to effective IT governance within my organisation 
3 neither agree nor disagree that the stated control is important to effective IT governance within 
my organisation 
2 disagree that the stated control is important to effective IT governance within my organisation 
1 strongly disagree that the stated control is important to effective IT governance within my 
organisation 
 
If you respond with a score of 1 or 2 then please state why in the space provided. Please 
provide comments for scores 3 through 5 where relevant. 
 
Principle Control Score 
(1 – 5) 
Comments 
Responsibility IT Governance Committee   
 CIO Reporting Relationship   
Strategy IT Strategic Plan   
 Business Case for IT Investment   
 Progress Reporting against IT Strategic 
Plan  
  
Acquisition IT Investment Prioritisation Framework   
 Vendor and Solution Assessment Tools   
 Assessment of Organisational Capacity   
Performance Risk Management   
 Resource Allocation Process   
 Project Steering Committees   
 Go-Live Gatekeeping   
 Progress Reporting on Strategic Initiatives   
 Benefits Tracking   
 Project Portfolio Reporting   
 Service Delivery KPIs   
 Project Closure Reporting   
 Post Implementation Review   
Conformance IT Policies and Procedures   
Human 
Behaviour 
Change Management Framework   
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Section 4 – Additional Controls 
Are there any additional IT Governance Controls that you believe are important that are not 
included in the above list? 
 
For each control listed, please specify the relevant ISO 38500 Principle and Core Activity. 
Also indicate if the stated control has been implemented or is in the process of being 
implemented within your organisation. 
 
Principle 
(Responsibility, 
Strategy, 
Acquisition, 
Performance, 
Conformance, 
Human 
Behaviour) 
Core 
Activity 
(Evaluate, 
Direct, 
Monitor) 
Control Name Brief Description Implemented 
or Being 
Implemented 
(Y/N) 
Responsibility Evaluate    
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(Survey) Appendix A – Brief Description of Controls 
Control Description 
IT Governance Committee The establishment of an IT Governance Committee is a fundamental element 
of effective decision making. 
CIO Reporting Relationship The reporting relationship of the CIO role within the organisational structure 
can have a significant impact on the effectiveness of the role. In particular, a 
direct reporting relationship to the CEO is considered important for effective IT 
strategy development and execution. 
IT Strategic Plan The organisation should maintain a detailed IT strategic plan that incorporates 
business requirements. 
Business Case for IT 
Investment 
All business cases should be able to articulate how they are linked to the 
organisation’s strategic objectives. 
Progress Reporting against 
IT Strategic Plan  
Like any strategic plan, the IT strategic plan should be reported against in 
relation to progress made and/or any changes in direction / priority 
IT Investment Prioritisation 
Framework 
To facilitate transparent and appropriate decision making for IT investment, a 
prioritisation framework should be implemented which takes into account the 
drivers and barriers/risks to investment.  
Vendor and Solution 
Assessment Tools 
When selecting an IT solution, the solution and the vendor should be 
assessed against appropriate due diligence criteria to ensure the solution is fit 
for purpose and the vendor is viable.  
Assessment of 
Organisational Capacity 
As part of the decision-making for IT investment, organisational capacity to 
implement and sustain the investment needs to be assessed.  
Risk Management A risk management framework is required to ensure that appropriate risk 
assessments are conducted relevant to the organisation’s IT assets. 
Resource Allocation Process The organisation needs to ensure that sufficient IT resources are allocated to 
meet the needs of the organisation, particularly in regards to new IT 
acquisitions which require significant ongoing support. 
Project Steering Committees Project steering committees should be established to provide senior oversight 
and governance of project execution to ensure resources are properly utilised, 
risk and issues and dealt with and project objectives are met.  
Go-Live Gatekeeping Assessment of Go-Live Readiness specifically in the areas of IT 
Infrastructure, Interfacing, IT Operations, Solution Function, Business 
Operations, Vendor Support, etc. 
Progress Reporting on 
Strategic Initiatives 
All strategic IT initiatives should have their progress reported on a regular 
basis, preferably via project steering committees.  
Benefits Tracking Project benefits need to be clearly articulated and tracked throughout the 
project lifecycle.  
Project Portfolio Reporting The organisation should establish project portfolio reporting to allow the 
organisation to make project comparisons.  
Service Delivery KPIs The organisation should establish and report on key IT service delivery key 
performance indicators. 
Project Closure Reporting Project closure reporting is required to evaluate the conduct of each project 
and the effectiveness of governance arrangements. 
Post Implementation Review Post implementation reviews are required for each project / initiative to assess 
whether the expected benefits have been delivered and whether project 
resources were appropriately utilised.  
IT Policies and Procedures The organisation should establish a set of IT policies and procedures to 
ensure appropriate use and management of IT. 
Change Management 
Framework 
A change management framework is required for projects to ensure that 
human factors associated with business change are appropriately dealt with. 
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Appendix C – Round Three survey 
 
Australian eHealth & IT Governance Survey 
ROUND THREE 
Dear Participant, 
I am an Adjunct Professor at Queensland University of Technology currently researching a 
Governance framework for the adoption of information technology in acute healthcare 
delivery. I would like to invite you to take part in this research by completing the attached 
brief survey.  
Purpose of Research: The purpose of this research is to address an IT governance 
framework that will enhance IT adoption in healthcare to improve the efficiency and quality 
of clinical care. The adoption of information technology (IT) in healthcare is generally 
recognised as a solution to improving healthcare delivery, yet IT adoption in healthcare is 
relatively low compared to most other industries. IT Governance is recognised as providing 
a framework that can enhance the adoption of IT within organisations.   
The research method being deployed involves four separate surveys, with each round 
sharing de-identified data from the previous round. This is the third survey in the four 
survey series. The purpose of the Round Two, three and four surveys is to further refine and 
validate a set of IT governance controls. You do not need to have completed the previous 
survey rounds to be eligible to participate in this survey round, nor are you required to 
complete the final round, although your participation in the final survey round is preferred. 
Your Participation: Participation is entirely voluntary and involves completing this survey 
and the remaining survey rounds. If you agree to participate you do not have to complete 
any question(s) that you are uncomfortable answering. There are no risks beyond normal 
day-to-day living associated with your participation in this project. 
Instructions: This survey is expected to take approximately 15-20 minutes to complete 
depending on the depth of your responses and the size of your organisation. If completed 
electronically, please email the completed document. If printed and responses then hand 
written, please scan the completed questionnaire and return by email. The email address 
for responses is malcolm.thatcher@qut.edu.au. Please respond within seven (7) days of 
receiving this survey. Please do not hesitate to contact me directly with any queries you 
might have. 
Benefits to You: A key outcome of this research will be to identify the IT adoption factors 
that are unique to acute healthcare and subsequently to propose an IT governance 
framework specific to acute healthcare that will assist organisations to improve the efficacy 
of their IT investment decisions.  The results of this research will be available to you and 
your organisation. 
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Confidentiality: It is recognised that data being collected by this study includes 
commercially sensitive information. The data reported by this study will not disclose any 
identifiable data and will only be reported at an aggregate level. All data collected by this 
study will be securely stored, will remain confidential and will only be used for the purpose 
of this study. Only the principal researcher will have access to the data collected. 
The Ethical Conduct of this Research: This research has been reviewed and approved by 
the human research committee of Queensland University of Technology in accordance with 
the national statement on ethical conduct in research involving humans – QUT Ethics 
Approval Number : 1100000720. QUT is committed to research integrity and the ethical 
conduct of research projects.  However, if you do have any concerns or complaints about 
the ethical conduct of the project you may contact the QUT Research Ethics Unit on (07) 
3138 5123 or email ethicscontact@qut.edu.au. The QUT Research Ethics Unit is not 
connected with the research project and can facilitate a resolution to your concern in an 
impartial manner. 
Consent of Research Participant: your consent to participate in this research is implied 
when you complete and return the questionnaire. Please detach this sheet/cover letter and 
retain it for your later reference. Your cooperation in participating in this research is 
sincerely appreciated and will greatly enrich the outcome of my research.  
 
Yours faithfully 
 
 
Malcolm Thatcher 
Adjunct Professor, School of Information Systems 
Faculty of Science and Engineering 
Queensland University of Technology 
Email: malcolm.thatcher@qut.edu.au  
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Section 1 – About You 
Highest Tertiary Qualification Diploma | Bachelor | Honours | Masters | Doctorate | Other 
If Other, please specify  
Role Title  
Years in Current Role  
Years in Healthcare Sector  
 
Section 2 – An Overview of Round Two Results 
The Round Two survey conducted in April, 2014 asked respondents to rate on a scale of 1 to 
5 a set of IT governance controls: 
5 strongly agree that the stated control is critical to effective IT governance within my 
organisation 
4 agree that the stated control is important to effective IT governance within my organisation 
3 neither agree nor disagree that the stated control is important to effective IT governance within 
my organisation 
2 disagree that the stated control is important to effective IT governance within my organisation 
1 strongly disagree that the stated control is important to effective IT governance within my 
organisation 
 
The Round Two survey also asked respondents to suggest any additional IT governance 
controls that were omitted from the list.  The table on the following page (Result Table 2) 
shows the results of the Round Two survey.  Appendix A to this survey contains a brief 
description of each of the controls in Result Table 2. 
 
The following table (Result Table 1) lists the additional controls suggested by Round Two 
respondents that were not covered by / related to the controls listed below in Table 2. 
 
Principle Core Activity Control Name Brief Description 
Responsibility Evaluate 
Monitor 
Delegations 
Manual 
Defines who is accountable for a function/process 
and quantifies their corresponding authorised 
limits of expenditure. 
Strategy / 
Performance 
Evaluate External 
benchmarking 
Engage external consultant to benchmark IT 
against other providers on an annual basis; + 
Private Health CIOs gathering approx. quarterly 
Performance Direct Project 
Management 
Framework / 
PMO 
An organisation wide methodology (e.g. Prince 2) 
for managing and reporting projects (not just ICT). 
The PMO should be responsible for gatekeeping. 
Conformance Evaluate 
Monitor 
ICT External 
Audit 
Independent Audit of ICT systems against policies 
and procedures 
Human 
Behaviour 
Direct 
Monitor 
IT Code of 
Ethics 
Defines and standardises expectations of IT staff. 
Result Table 1 –Additional Controls Suggested by Round Two Respondents 
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Principle Control Average 
Rating 
Standard 
Deviation 
Responsibility IT Governance Committee 4.0 1.3 
 CIO Reporting Relationship 4.7 0.5 
Strategy IT Strategic Plan 4.7 0.5 
 Business Case for IT Investment 4.5 0.5 
 Progress Reporting against IT Strategic Plan  4.4 0.6 
Acquisition IT Investment Prioritisation Framework 4.1 0.9 
 Vendor and Solution Assessment Tools 4.1 0.8 
 Assessment of Organisational Capacity 4.1 0.8 
Performance Risk Management 4.3 0.4 
 Resource Allocation Process 3.8 0.8 
 Project Steering Committees 4.7 0.5 
 Go-Live Gatekeeping 3.9 0.9 
 Progress Reporting on Strategic Initiatives 4.3 0.6 
 Benefits Tracking 4.1 0.6 
 Project Portfolio Reporting 3.9 0.8 
 Service Delivery KPIs 3.9 0.8 
 Project Closure Reporting 3.7 0.7 
 Post Implementation Review 4.2 0.8 
Conformance IT Policies and Procedures 4.3 0.6 
Human Behaviour Change Management Framework 4.2 0.8 
Result Table 2 – Control Ratings from the Round Two survey 
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A visual representation of the above data, including minimum and maximum responses, is 
provided in Figure 1 below. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Figure 1 – Round 2 Survey Results 
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Section 3 – IT Governance Controls – Please Rank 
Based on the results of the Round Two survey, rank the following list of 25 controls in order 
of importance beginning at the number 1 (highest priority) and then sequentially (2,3,4 and 
so on up to 25).  In other words, rank, in order of priority, the controls that you believe 
have the greatest impact on effective IT governance. Please ensure all controls are ranked. 
 
Items in Green are those additional items suggested by respondents in the Round Two 
survey. 
 
Principle Control Rank (1 – 25) 
Responsibility IT Governance Committee  
 CIO Reporting Relationship  
 Delegations Manual  
Strategy IT Strategic Plan  
 Business Case for IT Investment  
 Progress Reporting against IT Strategic Plan   
 External Benchmarking  
Acquisition IT Investment Prioritisation Framework  
 Vendor and Solution Assessment Tools  
 Assessment of Organisational Capacity  
Performance Risk Management  
 Resource Allocation Process  
 Project Steering Committees  
 Go-Live Gatekeeping  
 Progress Reporting on Strategic Initiatives  
 Benefits Tracking  
 Project Portfolio Reporting  
 Service Delivery KPIs  
 Project Closure Reporting  
 Post Implementation Review  
 Project Management Framework / PMO  
Conformance IT Policies and Procedures  
 IT External Audit  
Human Behaviour Change Management Framework  
 IT Code of Ethics  
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(Survey) Appendix A – Brief Description of Controls 
Control Description 
IT Governance Committee The establishment of an IT Governance Committee is a fundamental element 
of effective decision making. 
CIO Reporting Relationship The reporting relationship of the CIO role within the organisational structure 
can have a significant impact on the effectiveness of the role. In particular, a 
direct reporting relationship to the CEO is considered important for effective IT 
strategy development and execution. 
IT Strategic Plan The organisation should maintain a detailed IT strategic plan that incorporates 
business requirements. 
Business Case for IT 
Investment 
All business cases should be able to articulate how they are linked to the 
organisation’s strategic objectives. 
Progress Reporting against 
IT Strategic Plan  
Like any strategic plan, the IT strategic plan should be reported against in 
relation to progress made and/or any changes in direction / priority 
IT Investment Prioritisation 
Framework 
To facilitate transparent and appropriate decision making for IT investment, a 
prioritisation framework should be implemented which takes into account the 
drivers and barriers/risks to investment.  
Vendor and Solution 
Assessment Tools 
When selecting an IT solution, the solution and the vendor should be 
assessed against appropriate due diligence criteria to ensure the solution is fit 
for purpose and the vendor is viable.  
Assessment of 
Organisational Capacity 
As part of the decision-making for IT investment, organisational capacity to 
implement and sustain the investment needs to be assessed.  
Risk Management A risk management framework is required to ensure that appropriate risk 
assessments are conducted relevant to the organisation’s IT assets. 
Resource Allocation Process The organisation needs to ensure that sufficient IT resources are allocated to 
meet the needs of the organisation, particularly in regards to new IT 
acquisitions which require significant ongoing support. 
Project Steering Committees Project steering committees should be established to provide senior oversight 
and governance of project execution to ensure resources are properly utilised, 
risk and issues and dealt with and project objectives are met.  
Go-Live Gatekeeping Assessment of Go-Live Readiness specifically in the areas of IT 
Infrastructure, Interfacing, IT Operations, Solution Function, Business 
Operations, Vendor Support, etc. 
Progress Reporting on 
Strategic Initiatives 
All strategic IT initiatives should have their progress reported on a regular 
basis, preferably via project steering committees.  
Benefits Tracking Project benefits need to be clearly articulated and tracked throughout the 
project lifecycle.  
Project Portfolio Reporting The organisation should establish project portfolio reporting to allow the 
organisation to make project comparisons.  
Service Delivery KPIs The organisation should establish and report on key IT service delivery key 
performance indicators. 
Project Closure Reporting Project closure reporting is required to evaluate the conduct of each project 
and the effectiveness of governance arrangements. 
Post Implementation Review Post implementation reviews are required for each project / initiative to assess 
whether the expected benefits have been delivered and whether project 
resources were appropriately utilised.  
IT Policies and Procedures The organisation should establish a set of IT policies and procedures to 
ensure appropriate use and management of IT. 
Change Management 
Framework 
A change management framework is required for projects to ensure that 
human factors associated with business change are appropriately dealt with. 
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Appendix D – Round Four Survey 
 
Australian eHealth & IT Governance Survey 
ROUND FOUR (Final Round) 
Dear Participant 
I am an Adjunct Professor at Queensland University of Technology currently researching a 
Governance framework for the adoption of information technology in acute healthcare 
delivery. I would like to invite you to take part in this research by completing the attached 
brief survey.  
Purpose of Research: The purpose of this research is to address an IT governance 
framework that will enhance IT adoption in healthcare to improve the efficiency and quality 
of clinical care. The adoption of information technology (IT) in healthcare is generally 
recognised as a solution to improving healthcare delivery, yet IT adoption in healthcare is 
relatively low compared to most other industries. IT Governance is recognised as providing 
a framework that can enhance the adoption of IT within organisations.   
The research method being deployed involves four separate surveys, with each round 
sharing de-identified data from the previous round. This is the fourth and final survey in the 
four survey series. The purpose of the Round Two, three and four surveys is to further 
refine and validate a set of IT governance controls. You do not need to have completed the 
previous survey rounds to be eligible to participate in this final survey round. 
Your Participation: Participation is entirely voluntary and involves completing this survey. If 
you agree to participate you do not have to complete any question(s) that you are 
uncomfortable answering. There are no risks beyond normal day-to-day living associated 
with your participation in this project. 
Instructions: This survey is expected to take approximately 15-20 minutes to complete 
depending on the depth of your responses and the size of your organisation. If completed 
electronically, please email the completed document. If printed and responses then hand 
written, please scan the completed questionnaire and return by email. The email address 
for responses is malcolm.thatcher@qut.edu.au. Please respond within seven (7) days of 
receiving this survey. Please do not hesitate to contact me directly with any queries you 
might have. 
Benefits to You: A key outcome of this research will be to identify the IT adoption factors 
that are unique to acute healthcare and subsequently to propose an IT governance 
framework specific to acute healthcare that will assist organisations to improve the efficacy 
of their IT investment decisions.  The results of this research will be available to you and 
your organisation. 
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Confidentiality: It is recognised that data being collected by this study includes 
commercially sensitive information. The data reported by this study will not disclose any 
identifiable data and will only be reported at an aggregate level. All data collected by this 
study will be securely stored, will remain confidential and will only be used for the purpose 
of this study. Only the principal researcher will have access to the data collected. 
The Ethical Conduct of this Research: This research has been reviewed and approved by 
the human research committee of Queensland University of Technology in accordance with 
the national statement on ethical conduct in research involving humans – QUT Ethics 
Approval Number : 1100000720. QUT is committed to research integrity and the ethical 
conduct of research projects.  However, if you do have any concerns or complaints about 
the ethical conduct of the project you may contact the QUT Research Ethics Unit on (07) 
3138 5123 or email ethicscontact@qut.edu.au. The QUT Research Ethics Unit is not 
connected with the research project and can facilitate a resolution to your concern in an 
impartial manner. 
Consent of Research Participant: your consent to participate in this research is implied 
when you complete and return the questionnaire. Please detach this sheet/cover letter and 
retain it for your later reference. Your cooperation in participating in this research is 
sincerely appreciated and will greatly enrich the outcome of my research. .  
 
Yours faithfully 
 
 
Malcolm Thatcher 
Adjunct Professor, School of Information Systems 
Faculty of Science and Engineering 
Queensland University of Technology 
Email: malcolm.thatcher@qut.edu.au   
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Section 1 – About You 
Highest Tertiary Qualification Diploma | Bachelor | Honours | Masters | Doctorate | Other 
If Other, please specify  
Role Title  
Years in Current Role  
Years in Healthcare Sector  
 
Section 2 – An Overview of Round Three Results 
The Round Three survey conducted in May, 2014 asked respondents to rank from 1 to 25 a 
set of IT governance controls which were identified based on the previous two rounds of 
the survey. 
The following table (Result Table 1) shows the results of the Round Three survey, sorted in 
order of resultant priority. Appendix A to this survey contains a brief description of each of 
the controls in Result Table 1. 
 
Control Average Rank 
IT Strategic Plan 3.00 
IT Governance Committee 3.83 
Business Case for IT Investment 5.75 
Project Steering Committees 7.75 
Risk Management 8.25 
CIO Reporting Relationship 8.42 
Progress Reporting against IT Strategic Plan  8.67 
IT Investment Prioritisation Framework 9.75 
IT Policies and Procedures 9.92 
Project Management Framework / PMO 10.00 
Assessment of Organisational Capacity 12.50 
Progress Reporting on Strategic Initiatives 12.50 
Change Management Framework 13.92 
Resource Allocation Process 14.83 
Service Delivery KPIs 15.08 
Go-Live Gatekeeping 15.42 
Project Portfolio Reporting 15.50 
Vendor and Solution Assessment Tools 16.75 
Post Implementation Review 17.00 
IT External Audit 17.33 
External Benchmarking 17.58 
Delegations Manual 18.42 
Benefits Tracking 19.33 
Project Closure Reporting 20.42 
IT Code of Ethics 23.08 
Result Table 1 – Group Control Rankings from Round Three 
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Section 3 – IT Governance Controls – Your Progress 
Based on the final list and ranking of IT governance controls determined from this survey 
series, please indicate the following for each control: 
 
Using the following scale, indicate the 
extent to which the IT governance control 
has been implemented within your 
organisation: 
 
1 No Plan to Implement 
2 Intend to Implement 
3 Being Implemented 
4 Fully Implemented 
 
Using the following scale, indicate if this 
survey series has influenced your 
organisation’s decision to implement the 
IT governance control: 
 
1 No Influence 
2 Some Influence 
3 Significant influence 
 
Control Principle Implementation 
Progress 
(1-4) 
Survey 
Influence 
(1-3) 
IT Strategic Plan Strategy   
IT Governance Committee Responsibility   
Business Case for IT Investment Strategy   
Project Steering Committees Performance   
Risk Management Performance   
CIO Reporting Relationship Responsibility   
Progress Reporting against IT Strategic Plan  Strategy   
IT Investment Prioritisation Framework Acquisition   
IT Policies and Procedures Conformance   
Project Management Framework / PMO Performance   
Assessment of Organisational Capacity Acquisition   
Progress Reporting on Strategic Initiatives Performance   
Change Management Framework 
Human 
Behaviour 
  
Resource Allocation Process Performance   
Service Delivery KPIs Performance   
Go-Live Gatekeeping Performance   
Project Portfolio Reporting Performance   
Vendor and Solution Assessment Tools Acquisition   
Post Implementation Review Performance   
IT External Audit Conformance   
External Benchmarking Strategy   
Delegations Manual Responsibility   
Benefits Tracking Performance   
Project Closure Reporting Performance   
IT Code of Ethics 
Human 
Behaviour 
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(Survey) Appendix A – Brief Description of Controls 
Control Description 
IT Governance Committee The establishment of an IT Governance Committee is a fundamental element 
of effective decision making. 
CIO Reporting Relationship The reporting relationship of the CIO role within the organisational structure 
can have a significant impact on the effectiveness of the role. In particular, a 
direct reporting relationship to the CEO is considered important for effective IT 
strategy development and execution. 
IT Strategic Plan The organisation should maintain a detailed IT strategic plan that incorporates 
business requirements. 
Business Case for IT 
Investment 
All business cases should be able to articulate how they are linked to the 
organisation’s strategic objectives. 
Progress Reporting against 
IT Strategic Plan  
Like any strategic plan, the IT strategic plan should be reported against in 
relation to progress made and/or any changes in direction / priority 
IT Investment Prioritisation 
Framework 
To facilitate transparent and appropriate decision making for IT investment, a 
prioritisation framework should be implemented which takes into account the 
drivers and barriers/risks to investment.  
Vendor and Solution 
Assessment Tools 
When selecting an IT solution, the solution and the vendor should be 
assessed against appropriate due diligence criteria to ensure the solution is fit 
for purpose and the vendor is viable.  
Assessment of 
Organisational Capacity 
As part of the decision-making for IT investment, organisational capacity to 
implement and sustain the investment needs to be assessed.  
Risk Management A risk management framework is required to ensure that appropriate risk 
assessments are conducted relevant to the organisation’s IT assets. 
Resource Allocation Process The organisation needs to ensure that sufficient IT resources are allocated to 
meet the needs of the organisation, particularly in regards to new IT 
acquisitions which require significant ongoing support. 
Project Steering Committees Project steering committees should be established to provide senior oversight 
and governance of project execution to ensure resources are properly utilised, 
risk and issues and dealt with and project objectives are met.  
Go-Live Gatekeeping Assessment of Go-Live Readiness specifically in the areas of IT 
Infrastructure, Interfacing, IT Operations, Solution Function, Business 
Operations, Vendor Support, etc. 
Progress Reporting on 
Strategic Initiatives 
All strategic IT initiatives should have their progress reported on a regular 
basis, preferably via project steering committees.  
Benefits Tracking Project benefits need to be clearly articulated and tracked throughout the 
project lifecycle.  
Project Portfolio Reporting The organisation should establish project portfolio reporting to allow the 
organisation to make project comparisons.  
Service Delivery KPIs The organisation should establish and report on key IT service delivery key 
performance indicators. 
Project Closure Reporting Project closure reporting is required to evaluate the conduct of each project 
and the effectiveness of governance arrangements. 
Post Implementation Review Post implementation reviews are required for each project / initiative to assess 
whether the expected benefits have been delivered and whether project 
resources were appropriately utilised.  
IT Policies and Procedures The organisation should establish a set of IT policies and procedures to 
ensure appropriate use and management of IT. 
Change Management 
Framework 
A change management framework is required for projects to ensure that 
human factors associated with business change are appropriately dealt with. 
 
