The wireless Adhoc network are framed instantaneously utilizing the neighboring available mobile nodes and are capable of reconfiguring and healing. This autonomous behavior of the WANET and their other unique characteristics such as high mobility, limited battery power and dynamic topology changes incorporates several challenges in routing process for the transmission of the information. The traditional methods did not shows improvement and the existing methods also resulted with moderate improvements in performance of the WANET. So the paper proposes a hybridized method for the routing process combining the multi-populated genetic with simulated annealing to identify the shortest path and the fuzzy logic in detection of the malicious activities enhancing the performance of the network preventing the packet losses. The proposed method is validated using the network simulator-2 and its performance is analyzed.
ISSN: 2582-2640 (online) happen in the path by enabling the trust evaluation for the nodes Labed et al [12] , the paper proposes the AODV routing protocols along with the bee colony optimization to address the issues of routing in the MANET. Anand et al [13] the packet loses or the drops during the transmission is reduced by employing an Adhoc on-demand routing to optimizing the batter power so as to reduce the packet drops and the losses Bisen et al [14] the paper proposes a fizzy based classifier in identifying the malicious activities in order to reduce the packet losses incurred during the transmission of the packets. Lanjewar, et al [15] the paper proposes a check point method for the MANET by applying the reinforcement learning enable a self-organizing routing for the MANET.
Proposed Work
The wireless adhoc network facing multitudes of issues, due to the characteristics it possess, incurs many challenges in the process of routing. Some of the challenges where energy consumption, mobility, low power availability, that all resulted with the loss in the network lifetime, causing failures in the transmission of the packets. So the paper proposes a combination of intelligent algorithms that is the multi-populated genetic algorithm with the simulated annealing to identify the shortest path and employ the fuzzy logic in identifying the malicious activities in the nodes [14] . So as to show enhancement in the performance of the wireless adhoc networks, in terms of throughput, packet delivery ratio and the accuracy of the detection.
Problem Definition
The problem of the finding the shortest path for the MANET considering the energy availability ( ), the mobility ( ), and the distance of the nodes from the destination ( ) is formulated as the undirected graph ( , ) where, the = { 1 , 2 , … … . } represents the number of nodes and the and the represents the objectives functions to be optimized in order to improve the performance of the network applying the multi-populated genetic with simulated annealing. The multi-populated genetic with simulated annealing is applied to identify the fittest nodes with the maximum of minimum of and , in order to estimate the shortest path and further uses the fuzzy logic, classification and the detection [14] to identify the malicious activities in the nodes.
So the proposed method is proceeded as two stages.
 Identifying the shortest path by enumerating the nodes with ( ), ( ) and ( )  Reducing the malicious attacks by classifying the malicious activities using the fuzzy classifier 
Multi-Populated Genetic Algorithm
The multi-populated genetic algorithm splits the entire population into sub-population and applies the process of standard genetic algorithm that includes the selection, and evaluates for the fittest individual, if identified stops with the elite individual selected and replaces it with the worst individual in the next population or used to initiate the next population. It the criteria not satisfied the process is extended with the crossover and the mutation and fitness evaluation to identify the elite individual in the population to replace the best individual with the worst individual and converges with a global optimum solution. This improves the speed of the process compared to the single population algorithm.
Simulated Annealing
Process of simulated annealing is used to attain a global optimum by identifying the local optimum. The procedure of the simulated annealing is overlaid on the concepts of thermodynamics, as it includes the temperature in the steps of minimization. The high temperature is utilized in exploring the parameter space and the low temperature stops the exploration of the parameter space. For each temperature the repeats with the steps of initiating a population, evaluating individuals and accepting the individuals that improve and do not improve the solution and arrives at a global optimum if the cooling of the temperature is sufficiently slow. So the probability of the acceptance depends on the temperature.
Proposed Method of Shortest Path Identification using the Multi-populated GA with SA (M-PGSA)
The shortest path routing problem of the WANET is handled in the paper by applying the combined multi-populated GA with simulated annealing to arrive at a global solutions. To have a shortest path transmission and a continuous transmission, the nodes with the ( ) from the destination are gathered along with the nodes with the ( ), and the ( ). The proposed method of multi-populated GA with the SA is applied to identify the nodes holding all the three attributes. The nodes enriched with all the three attributes are identified in order to extend a continuous and a short path between the sources to the destination. The request ( ) from the destination is broadcasted to all the neighboring nodes to identifying the interested nodes taking part in the network.
The request transmitted for the identification of the willing neighbor nodes also asks for the attributes of the neighboring nodes related to the mobility, distance from the destination and the energy availability of the nodes. willing nodes retransmits a reply ( ) with the information's requested for. Now the nodes gathered are enumerated applying the M-PGSA algorithm to identify the befitting nodes taking part in the routing process for having a continuous transmission and for enumerating the shortest path.
The steps involved in the identification of the befitting nodes and the shortest path are as follows.
(i) Identification of befitting nodes
Step 1: Initialize population with the nodes { 1 , 2 , … … . } willing to take part in the transmission.
Step2: initialize the population size, counter for the evolution with = 0, and the temperature =
Step 3: Evaluate the nodes extracting the information's gathered on the , and
Step 4: IF befitting node obtained, replaces the worst node with the best node obtained and enumerates the next.
Step 5: ELSE performs the Crossover, Mutation and the Fitness evaluation.
Step 6: Continue with the next node, if identified with the best.
Step 7: Further SA is applied to estimate whether the solution obtained is a global optimum.
Step 8: Enumerates Fitness
Step 9: Terminates IF satisfied Else continues, obtains the best global solution and terminates 
The information monitored and the normalized values obtained are utilized in training the network, with the capability of identifying the malicious activity in the path. The fuzzy employs the generalized bell shaped membership function in specifying the fuzzy sets (mapping the input values obtained to a normalized value 0 or 1).
The equation (2) gives the fuzzy membership function. The fig. 4 shows the simulation results for the packet delivery ratio of the proposed method and the other methods, genetic, particle swarm, simulated annealing, and neural network for number of nodes ranging from 100-500, the PDR of the proposed method is 30% improvised than the GA , 25% improvised than the PSO, 20.57% improvised than the neural networks and 23.25% improvement than the simulated annealing.
The fig. 5 gives the simulation results obtained on the lifetime of the network, for the proposed method and the other algorithms, genetic, PSO, neural network and simulated annealing. A considerable improvement is shown by the proposed method that improves the energy consumption of the network by the shortest path identification, more over the proactive way of routing enables to reduce the energy to a considerable amount thus extending the lifetime of the network. Thus the simulation results obtained proves that the proposed hybridized method, improves the performance of the system to a certain level than the other methods. The path enriched with nodes containing maximum residual energy possessing a minimum distance to the destination and minimum mobility, reduce the energy consumption and extends a continuous transmission. Further the malicious activity detection and classification using the fuzzy rule base, enables the continuous transmission of the information without any hindrance.
Conclusion
The wireless adhoc network possessing unique characteristics that involves many challenges in developing a routing is handled in the paper. The paper proposes a hybridized method incorporating the genetic and the simulated annealing in identifying the shortest path for the process of transmission utilizing the information of the energy availability of the nodes, its distance and mobility. The shortest path enumerated reduces distance of the transmission in-turn reducing the energy consumption, increasing the network lifetime. The paper also incorporates the fuzzy classifier along with the proposed method to enumerate the unwanted access in the network and elude them. The performance evaluation of the proposed hybridized method and the other methods is done using the network simulator-2 to evince the improvements in the WANET through the proposed method than the other method.
