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)RUVRPHRI(FRPPHUFHDSSOLFDWLRQSURYLGLQJWKHVHFXULW\E\XVLQJRQO\QRLV\SDVVZRUGLVQRWHQRXJK+HQFH
LQWKHSURSRVHGWHFKQLTXHQRLV\SDVVZRUGZLOOEHFRPELQHGZLWKWKHYRLFHSULQWELRPHWULF,WKDVEHHQSURYHGE\WKH
UHVHDUFKHUV WKH ELRPHWULFV LV D UHOLDEOH WHFKQLTXH DQG FDQ EH DFFHSWHG XQLYHUVDOO\ IRU LGHQWLILFDWLRQ DQG
DXWKHQWLFDWLRQRIDQLQGLYLGXDO%LRPHWULFWHFKQRORJ\KDVLWVRZQGLVDGYDQWDJHV%LRPHWULFVXFKDVILQJHUSULQWVLULV
VFDQ KDYH EHHQ LQWURGXFHG EXW WKH\ DUH QRW ZLGHO\ DGRSWHG GXH WR LWV KLJKHU LPSOHPHQWDWLRQ FRVW $OVR WKH
LGHQWLILFDWLRQSURFHVVFDQEHVORZ9RLFHSULQWELRPHWULFLVOHVVH[SHQVLYHWKDQDQ\RWKHUELRPHWULF
(FRPPHUFH DSSOLFDWLRQ PDNHV XVH RI 273 PHFKDQLVP WR SURYLGH DFFHVV WR UHVWULFWHG UHVRXUFHV 7LPH




















5HNKD 1DLU DQG 1LUPDOD 6DODP SURSRVHG D VSHDNHU YHULILFDWLRQ V\VWHP E\ XVLQJ /LQHDU 3UHGLFWLYH &HSVWUDO
&RHIILFLHQWDQG'\QDPLF7LPH:DUSLQJ7KHVSHHFKVLJQDODQDO\VLVLVGRQHE\XVLQJ/LQHDUSUHGLFWLRQWHFKQLTXH,Q
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)RXULHU7UDQVIRUPIRUIHDWXUHH[WUDFWLRQIURPYRLFHVDPSOH
= +RVVHLQL DQG ( %DUNKRUGDUL VWXGLHG WKH GHWDLOV RI ELRPHWULF FHUWLILFDWH ELRPHWULF PHWKRGV ELRPHWULF







EHFRPLQJ PRUH SRSXODU GXH WR GHYHORSPHQW RI VPDUW SKRQHV 7KXV PEDQNLQJ SURYLGHV HIILFLHQW ZD\V IRU
WUDQVDFWLRQXVLQJPRELOHFRPPXQLFDWLRQ%XWLWDOVRJDLQVKLJKHULQIRUPDWLRQVHFXULW\ULVNEHFDXVHRIPRELOHSKRQH
KDFNLQJ 7KH\ KDYH FRPELQHG WKH 273 DQG SHUVRQDO %LRPHWULF ZLWK SHUVRQDO LGHQWLILFDWLRQ DQG SDVVZRUG IRU
YHULILFDWLRQ
*DR*XDQ\X DQG *$2*XDQKXD HW DO SURSRVHG D V\VWHP RI FOLHQW VHUYHU DUFKLWHFWXUH EDVHG RQ YRLFHSULQW
UHFRJQLWLRQ,Q WKLVDUFKLWHFWXUH WKHVHUYHUXVHG94IRUUHFRJQLWLRQDQG WKHFOLHQWXVHG0)&&WRH[WUDFW IHDWXUHV
IURPWKHVSHDNHU¶VYRLFH




QHZSDVVZRUG WHFKQLTXHZKLFKFRQWDLQVDFWXDOSDVVZRUGDVZHOODVQRLVH7KH OHQJWKRI WKLV W\SHRISDVVZRUG LV
YDULDEOH+HQFHWKHQRLVHSDUWLQQRLV\SDVVZRUGPDNHVWKHVFKHPHUHVLVWDQWWRDOOKDFNLQJDWWDFNV
5 $ 5DVKLG DQG 0 $ 6DULMDUL HW DO SURSRVHG D VHFXULW\ V\VWHP EDVHG RQ YRLFH LGHQWLILFDWLRQ 9RLFH LV
FRQVLGHUHG DV WKH DFFHVV FRQWURO NH\ 7KH\ XVHG0$7/$% 6,08/,1. WR GHYHORS WKH YHULILFDWLRQ DOJRULWKP
7KH\ KDYH VXFFHVVIXOO\ LPSOHPHQWHG WKH YRLFH UHFRJQLWLRQ V\VWHP IRU WKH GRRU RSHQLQJ PHFKDQLVP ,Q FDVH RI
YDULDWLRQVLQXVHU¶VYRLFHWKHV\VWHPKDVDGMXVWDEOHVHFXULW\OHYHOVHWWLQJV
:HQ&KXQJ.XRDQG<XQJ&KHQJ/HHSURSRVHGDQHZVFKHPHWRHQKDQFHWKHVHFXULW\RI2QH7LPH3DVVZRUG
DXWKHQWLFDWLRQ SURWRFRO 7KH\ SURYHG WKDW WKH V\VWHP GHYHORSHG E\ 7VXML DQG 6KLPL]X LV QRQ UHVLVWDQW WR WKH
PRGLILFDWLRQDWWDFN7KHQHZVFKHPHKDVEHHQSURSRVHGE\WKHDXWKRUVWRRYHUFRPHWKHGLVDGYDQWDJHRIWKHV\VWHP
GHYHORSHGE\7VXMLDQG6KLPL]X
$QDVWDVLV .RXQRXGHV 9DVVLOLV .HNDWRV DQG 6WHSKDQRV 0DYURPRXVWDNRV GHYHORSHG D YRLFH ELRPHWULF




RIXVHUFDOOHGGHULYHGNH\7KHYRLFH VDPSOH LVQRWKLQJEXW WKHXWWHUDQFHRIKLVSDVVZRUG7KH\GHULYHGDELW
GHULYHGNH\ IURP WZRVHFRQGV VSRNHQSDVVZRUGV([LVWLQJ$XWRPDWLF6SHHFK5HFRJQLWLRQ $65 WRROV UHFRJQL]H
WKHSDVVZRUGVSRNHQE\WKHXVHU%XWWKHWHFKQLTXHGHVFULEHGE\WKHDXWKRUVLVEDVHGRQKRZWKHSDVVZRUGLVVSRNHQ
E\WKHXVHU7KHNH\FDQUHVLVWWKHFU\SWDQDO\VLVDJDLQVWWKHDWWDFNHUHYHQLIJRWWKHNH\JHQHUDWLRQGHYLFH
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