An individual's life or his/her entire medical history, from conception to death, may be documented as ultrasound images, radiographies, tomographies, photos, movies of surgical procedures, and measurable data converted into graphics illustrating descriptive and comparative statistics. Could anyone have predicted this 20 years ago? This is possible and not only limited to ophthalmology. Most, if not all, medical areas are capturing, analyzing, and saving patient data from early development to senescence, and the information supporting this technology is growing day by day. New medical studies, addressing the issue of medical image technology in different areas, are being published. Recently launched medical journals are entirely dedicated to the science of medical image analysis. Moreover, major clinical medical journals have specific sections dedicated to diagnostic imaging (1) . What is the impact of this image revolution on modern medicine that is strongly affecting developments within ophthalmology?
Health records need to be electronically stored and easily shareable in a secure manner. The following obstacles must be overcome to achieve this goal. The first is accessibility; to know where they are and how to access patient data. This requires the ability to store data in standard formats. Currently, the standard of reference for medical images is the Digital Imaging and Communications in Medicine (DICOM) format, which was created by the National Electrical Manufacturers Association, a North American organization, to improve distribution and viewing of medical images initially acquired using ultrasound, computed tomography, and magnetic resonance scanners. Nowadays, the DICOM format has gained wide acceptance in almost every medical field that uses images, including cardiology, gastroenterology, and ophthalmology. The major advantage of the DICOM format is that every file (image) not only has all information pertinent to any given particular examination but also maintains relevant patient data that is included in the header of scanners/devices, such as name, date of birth, and the institution's ID.
The second obstacle is to develop a stable and expansible database. Another important issue is privacy that ensures only authorized practitioners can access and extract information from stored records. For increased security, a method for verification of authenticity is required, along with integrity and authorship, which can be provided using a public key infrastructure encryption. Last, but not the least, remote accessibility maintaining privacy remains a challenging task because when one moves from the intranet to Internet, theoretically anyone can access such information. The use of a virtual private network is required to encrypt and protect data transmission.
It is possible to predict that in the future we may need to ask or recall less with regard to medical facts of individual patients because most, if not all, facts will be documented by images and digital files. Clinical histories will be stored in the patient's medical cloud, which will be accessible to the doctor in a display terminal, in the presence of or in remote contact with the patient to clarify and attend to specific requests. One can also assume that most routine tests and appointments will be automatically scheduled to keep individual files updated and to promote individual health in the best possible way. 
