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etwork science is relatively new, but its roots go
all the way back to Leonhard Euler and the
Bridges of Königsberg problem of 1735. Euler
showed that it was impossible to parade through town crossing
each of its seven bridges only once without repeating a cross-
ing, and established a new field of mathematical research
called graph theory [1]. Graph theory remained the providence
of mathematicians for 200 years until sociologist Stanley Mil-
gram used it to explain social networks called small worlds.
Milgram’s experiment startled the world by showing, experi-
mentally, that any two people in the United States are separat-
ed by a relatively small number of intermediaries. His
experiment established the now-famous “six degrees of separa-
tion” and stimulated renewed interest in application of graph
theory to real problems. Then in the 1990s a small group of
physicists became interested in graph theory as it pertained to
Ising, percolation theory, and phase transition. Their contribu-
tion became known as the “new science of networks,” and
emphasized topological structure rather than graph algo-
rithms. Their work attempted to justify the age-old paradigm
“function follows form.”
This special issue begins with an up-to-date survey of net-
work science as it pertains to network architectures. Kocerev
and In explain how connectivity is changing the way we think
about systems. They introduce the reader to a number of topo-
logical measures such as degree distribution, clustering, and
centrality — tools of the trade. Scale-free networks have a
highly connected hub node, and small world networks have
relatively small diameters. Do these architectural properties
translate into meaningful attributes of real networks? That is
the question addressed by several articles in this issue.
Centrality as a Metric for Network Performance
Tizghadam and Leon-Garcia study the well-known network
science metric, but rarely used network performance metric,
“betweenness,” in the context of communication networks.
Modeling a communication network as a weighted graph, they
correlate link performance with weights, network topology
with betweenness (the number of shortest paths through each
node or link from/to all other nodes), and robustness with
optimal performance. The authors relate “resistence distance”
to network criticality, which is similar to spectral radius used in
network science. Given two networks with the same number of
nodes (but possibly different numbers of links), the one with
the lower total resistance is more robust than the one with
higher resistance. Roughly speaking, resistance is inversely
proportional to spectral radius. This approach has applications
in optimal routing of bidirectional networks.
Wireless Networks
Calle, Ripoli, Segovia, Villa, and Manzano simulate different
failure propagation scenarios in generalized multiprotocol
label switching (GMPLS)-based networks in “A Multiple Fail-
ure Propagation Model in GMPLS-Based Networks.” Failures
and malfunctions can originate as hardware failures, natural
disasters, accidents, configuration errors, viruses, software
bugs, and so on. The authos’ topology robustness against epi-
demics in GMPLS networks algorithm is a better measure of
robustness in GMPLS networks than spectral radius, which is
a metric used by others to measure robustness. Spectral radius
should not be used exclusively to determine network perfor-
mance under attack.
Dimitrios Katsaros, Nikos Dimokas, and Leandros Tassiulas
survey ad hoc networking protocols and recognize the synergy
between social network analysis and ad hoc networking as a
fertile research area. The article discusses the application of
various centrality measures and community definitions to
design protocols, including routing, information dissemination,
and mobility and topology characterization.
Network Risk
The security of the international maritime supply chain and
U.S. ports is vital to the nation’s economy. Terrorists may
exploit this supply chain to smuggle illicit people or material
into the United States. Taquechel’s “terrorist transfer threat”
model uses network theory to analyze terrorist threat propaga-
tion through the maritime supply chain. This adaptation of
network science to risk assessment analyzes the vulnerability
of each transfer threat node in order to calculate the
decreased likelihood of the transfer threat propagating
through the (supply chain) network. This model produces rec-
ommendations for optimizing budget allocations across nodes
to minimize overall network risk. It can also show how subse-
quent manual budget reallocation can change network risk. It
is of great advantage to the present approach that the adapted
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P2P Networks
Jie Dai, Fangming Liu, and Bo Li presents a comprehensive
overview of the state-of-the-art research on peer-to-peer (P2P)
applications, with particular focus on their topological proper-
ties, and navigating algorithms with awareness of Internet ser-
vice provider (ISP) costs and performances. They discuss
ISP-friendly designs in P2P applications by identifying their
respective benefits and deficiencies. Based on the lessons
learned, they further highlight future research challenges and
issues regarding the joint design and optimization of P2P sys-
tem performances and ISP traffic and costs.
Social Networks
Yadong Zhou, Xiaohong Guan, Qinghua Zheng, Qindong
Sun, and Junzhou Zhao apply network science to analyze
group dynamics in online social networks. The authors find
that existing models, including the epidemic model, cascade
model, and threshold model, are not suitable for describing
the group dynamics of incidental topics, but the sizes of topic
groups follow a heavy-tailed distribution. Based on the heavy-
tailed theory, an adaptive parametric method for predicting
the dynamics of this type of group is developed and validated
using actual data from Sohu blogs and Live Journal blogs. The
empirical results show that the method can predict the dynam-
ic characteristics of incidental topic groups at both short and
long timescales, and outperforms the SIR epidemic model.
The authors conclude by offering two strategies for promoting
the group popularity of incidental topics.
First, publicizing more related news can
attract more users to topic discussions
within the same day. In addition, the
postings should be recommended not
only to one-hop but also to two-hop
neighbors.
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