This paper presents a congruence measurement method by partitions to apply software trustworthiness measures in dynamic behavior feature datasets. The datasets are generated at software running time. And the method compares the datasets with the static attribute feature datasets generated at software testing time. So this method can make recommendations for users in services selection time under the environment of SaaS. The measurement method is carried out in three stages: firstly, defining the concept of trust, software trustworthiness, static and dynamic feature datasets with fundamental calculating criteria; secondly, providing a group of formulas to illustrate congruence measurement approach for comparing the two types of feature datasets; lastly, giving an architecture supported by software trustworthiness measurement algorithm to evaluate conceptualized hierarchical software trustworthiness.
Introduction
Trust is essential to most human transactions 1 as well as for Internet based software applications. Numerous research papers have addressed trust and software trustworthiness in recent years, but mainly from a security point of view. A decision to trust is usually associated with an explicit or implicit assessment of risk 1 . Therefore we consider trust as a subjective concept sourced from the human mind, and related to this, software trustworthiness as an objective concept, a comprehensive characteristic in Cloud Computing 2, 3 . Only if software trustworthiness is consistent and match the expectation of users' trust, users will accept the services provided by software.
Testing 4 and data mining techniques 5 can be used to analyze different types of software engineering data to substantially assist in building software trustworthiness 6, 7, 8 . In this paper, we propose a measurement method for software trustworthiness based on black box testing and data mining techniques to support trustworthiness measurement for Internet-based software 9, 10 . The organization of the remainder of this paper is as follows. Section 2 discusses related work. Section 3 describes measurement concepts. Section 4 presents a group of formulas for congruence measurement of distance between behavior feature datasets and attribute feature datasets. Section 5 proposes a framework for the trustworthiness concept hierarchies, measurement architecture and measurement algorithm, including the components it is comprised of. Finally, section 6 provides a conclusion and future research directions. 20, 21 . Data mining, the automated or semi-automated extraction of useful knowledge from large poorly structured data sources, is a hot topic in many fields 22, 23 .
Gay et al. showed in their paper that treatment learners can outperform traditional numerical optimization routines in isolating small sets of critical system parameters 24 . As we have argued above, trust is a subjective concept derived from human social networks. 
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Congruence Measurement by Partitions
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It is critical is to obtain a mapping Cong:
indicating the degree of congruence or similarity between STD P and SED P .
General Measure congruence
Here we calculate the congruence between STD P and SED P using the underlying equivalence relations. We note that if for  x y we indicate by , x y an unordered pair, , ,
We now suggest a general measure of congruence between partitions of STD P and SED P which we express in terms of their underlying equivalence relations. 
Measure congruence by partitions
In the subsection above, we have introduced a general measure of similarity or congruence, between two partitions on STD and SED using the underlying equivalence relations. That formula (9) implies that we should traversal all of the equivalence relations from the STD and SED circularly. So the largest complexity of the formula (9) is
We now consider the perspective of the partitions themselves. Taking into account the formulas (6) and (7) 
We will now use this to obtain congruence, according to formula (6) and (7) .
Therefore, can we conclude that the performance of formula (12) is much better than formula (9) just by their different complexity? Indeed, with the trend of SaaS, more and more software components are coming from third parties, so there no longer exists a steady and closed STD . For this reason, the precondition of formula (11) that cluster STD into the test space X would visibly increase its complexity.
Measurement Framework
An important application of measuring congruence between different partitions on the same test space X proposed in section 4 is the trustworthiness concept hierarchies 44 . In this section, we first conceptualize the trustworthiness into a basic concept hierarchy chart with congruence measurement formulas. Then the measurement architecture and algorithm based on the chart are presented.
Trustworthiness Concept Hierarchies
Assume that X is a finite collection of STD , ),..., ( , , ) 
Now we consider the three classic distribution charts with highest probability of (13) . The first is mapping all partitions of STD and SED into x rows. The second is mapping them into y columns. The third is mapping them into x rows and y columns. Then formulas (18)- (21) can represent the three classic distribution charts.
Measurement Architecture
The current subsection describes the architecture of the measurement system. The component which provides the initial interaction of the customer with the system is the web-based user interface. T s to Recommender in order to give users recommendations. The specific components of the architecture are described in Fig.1 , which illustrates the architecture. Moreover, trust is a subjective concept, so it may continuously evolve and be analyzed by the Reputation Analyzer for revising recommendations more precisely and correctly. We will specially discuss problems related to Reputation Propagation in subsequent papers. 
