A word processor has become one of essential devices used in offices. Document files created by using a word processor are generally preserved on a floppy disk 01' floppy disks for referencE's. Nevertheless, the files stored on a floppy disk art' occasionally lost due to human errors. the life of the floppy disk and a failure of hardware devices, which comprise the word processor. This is callpd a floppy disk failure. One of the simplest methods for protecting us from such serious losses is to hackup files on anotlwf floppy disk.
Introduction
Word processors are recently used ill offices very widely. Docllment files created and/or updated by using a word processor are generally preserved on a floppy disk or floppy disks. However, the files on a floppy disk are occasionaJly lost because of human errors, t.he life of the floppy disk or a failure of hardware devices that comprise a word processor. This is called a floppy disk Jail·u.rt:. Since the value of information has recently increased, a floppy disk failure is a serious los~i in many cases. It is important to back1lp files on another floppy disk periodically to protect their users from such a loss. In the case of a cla:a floppy disk failure, its backup disk can partially recover the original data floppy disk. Tlw recovery may be partial since the backujl disk only stores the files at the last backllp operation.
It would spend much,ime in backup operations to backup files freqllently although it could reduce the loss at a floppy disk failure. On the contrary. rare backup operations would make the loss at a floppy disk failure very large, while the time spent in backup operations could sharply be reduced. These obsen'ations indicates the significance of determining the adequate timing of backup operations.
Similar problems can be observed in determining the backup times for files stored in a hard computer disk that is uspd for a personal computer or all engineering work station. For such problems, Sancloh and Kawai [1] have proposed an N-job hackup policy, which suggests to backup files when N jobs updating and/or creating files are finished. The availability was adopted as an objective function to be maximized. Sandoh, have also discussed another backup policy, where files are backed up at their age T. The availability was also formulated as an objective function to be maximized. This study proposes a backup policy peculiar to. data floppy disks, where files are backed up when 1/ N of the total memory of a floppy disk is consumed. This is called a 1/ N backup policy. The availability of this policy is formulated as an objective function under efficiency basis. The design variable of this policy is an integer N, and an integer N = N* is optimal if N* maximizes the a.vailability. The existence of such an optimal integer is then analyzed to clarify the conditions under which N* exists. Numerical examples are also presented to illustrate the theoretical underpinnings of the proposed backup policy formulation.
Availability
Consider a backup policy which suggests to backup files on another floppy disk when 1/ N of the memory of a data floppy disk is consumed. We also consider that at each backup time, only the files updated and/or created since the previous backup operation are backed up.
Let us assume that the floppy disk failure time, X, follows an exponential distribution with a failure rate, A, considerng that they seldom occur. It is also assumed that a floppy disk failure can instantly be detected, and that any floppy disk failure does not occur during a recovery operation although one may occur during a backup operation.
At each backup time, the backing up time consists of a setup time, T(2: 0) and the time, a/ N, which is proportional to the memory newly consumed,where a( > 0) denotes the proportional constant. In the following. we regard the time required for consuming all the memory of a data floppy disk as a unit time. Let us here definE' the availability as
where the effective time signifies the time during which creation and/or updating of files were followed by a successful backup operation. Under the above assumptions, a renewal process [3J is generated, where one of the following two events occurs corresponds to a renewal point: (a) A backup operation has successfully been completed.
(b) Following a floppy disk failure, a recovery operation by using backup disks has just been ended. It should be noticed that at this time, the contents of the data floppy disk agree with those at the completion of the last backup operation.
By the renewal theory [3], the availability defined i1 Eq. (1) can be rewritten as
where 1 cycle refers to the interval between two successive renewal points.
When the event (a.) occurs, the effectiv(~ time of 1 cycle is liNo while the length of 1 cycle is (a + 1) / N + T. In the case of the event (b), there does exist no effective time since all the information updated after the last backup operation are lost. and the length of 1 cycle is X + Y. Figure 1 shows the effective time, the ineffective time and the length of 1 cycle in each case of the event s (a) and (b). Let A (N) and B(N) respectively denote the denominator and numera.tor of the righthand-side of Eq. (2), i. e., let 
where F( x) denotes the cumulative distribution function (cd!) of X and
and Y is a random variable that denotes the recovery time with cd! G(y), The first and the second terms of the right-hand-side of Eq, (4) correspond to the cases of the events (a) and (b), respectively, Since we assume that
A(N) and B(N) in Eqs, (4) and (5) become
where
which means the mean recovery time from a floppy disk failure, From Eqs, (8) and (9), the availability W(N) in Eq, (3) is given by
We have formulated the availability W(N). If an integer N = N* maximizes W(N),
then it is optimum. The next section examines the existence of sllch an optimal integer N*. ( 12) This implies that the optimal integer N* is not affected by mean recovery time, 11, since D(N) does not include 11.
Optimal Backup Policy It is obviolls that maximization of W(N) with respect to N agrees with minimization of D(N), where D(N) is defined as
Let us define u .as then u satisfies and D(N) becomes (15) In the following, we consider to minimize D( u) in relation to It. By differntiating D( u) with respect to u, we obtain
We further have which reveals that L(u) is increasing in u E (0,1]. (16) (17) (18) (19) (20) Based on the above results, the existence of an optima.! integer call be discussed for the fllowing two cases:
(1) T = ° (i. e.,' the setup times is negligibly small):
In this case, Eqs. (18) and (20) (2) T > ° (i. e., the setup time cannot be neglected):
In this case, the existence of an optimal solution can furthermore be discussed for the following two su bcases;
From Eqs. (18), (19) and (20) Equations (18), (19) and (20) reV(~al that L(u) ::; ° for 11 > ° and that D(u) decreases with u. The optimal solution is, therefore, u* = 1, i. e., N* = 1, which suggests to backup files when all the memory of a data Hoppy disk is just cOIlsumed.
Numerical Examples
This section presents numerical examples to illustrate the theoretical underpinnings of the proposed backup policy formulation. Fig. 2 that the optimal backup time becomes important as the setup time increases. When a is set to 0.0025 and 0.005, quite similar results to those in Fig. 2 were obtained except the fact that the availability slightly decreases with increasing a. Table 1 that the optin(al integer increases with A, which suggests to backup files more frequently aSA becomes large .
. ,
Conclusions

1
This study proposed ar: optimal1/]V backup policy peculiar to data fioppy disks, which suggests to :backup files on a floppy disk when 1/ N of the total memory of a floppy disk is consumed. The availability of the proposed policy is formulated with a view to determining the optimal integer, N*, under efficiency basis. The existerice of such an optimal integer is also analyzed to clarify the conditions under which N* exists. Numerical examples are presented to illustrate the)roposed backup policy.
