Estonia has created of itself the image of an e-state that is being supported with novel ICT-solutions, the perhaps most renowned of which is e-residency. However, created as a governmental start-up in the national best interest, e-residency could be of marginal relevance in light of global digital identity management. Purely national digital identity or an e-residency grants its holder several rights unknown to, or at least unapplied in a majority of the EU Member States and in the world more generally. But currently it lies on a vacillating legal pedestal which has resulted in copious administrative issues and proposed legal amendments already during its first year of implementation. Concerns, such as the administrative capacity of Estonia to handle potentially 10 million customers of national eservices, arise due to contingent legal footing. On this basis, efficiency of e-residency is critically analysed from the perspective of an autoschediastic regulatory framework presuming high-level administrative competence yet leaving the scope and limits of the functions of the public authorities legally unfurnished and isolated from the EU legal space.
INTRODUCTION
One of the current European Commission's ten priorities is to make the European Union compatible with digital technologies and services that would create a Digital Single Market similar to the existing single market for the four economic freedoms. For this, the Commission sees the digital way as a driver for growth, as enabling an online environment where digital networks and services can contribute to economic growth as well as provide the citizens with access to digital goods and services with the greatest convenience. However, even though the Commission, with the strong support from the European Parliament as well as from the Council, has launched a Digital Single Market Strategy, the digital divide existing between the Member States decelerates the pace of innovation. This leads to the fact that some Member States launch initiatives that remain challenging, both from a legal as well as from a technical viewpoint, to the Union as a whole. Therefore, some
Member States with well-advanced e-government systems may be way ahead of the regulative framework of the Union. This article argues that the innovative initiatives of the Member States should not be seen as expanding the digital gap within the European Union, but could rather be used as a supranational model for homogenising the digital Union. One such initiative could contribute to the soughtafter digital single market for electronic identification and digital signatures in the example of an existing national digital identity management system.
The example in questions is the e-residency programme, a governmental start-up, launched by Estonia at the end of 2014, which corroborates the country's image of a digitally advanced society. The article introduces e-residency and provides an overview of its concept and its place in the Estonian legislative and administrative frameworks with a larger view to the Digital Single Market of the European Union. While introducing the potential of such innovations, emphasis is put on the reciprocity of technological advancements and legislative impediments, considering whether, in fact, law could obstruct innovation.
The first part of the article provides insight into the introduction of the concept and its implementation to the national regulatory framework as well as the motives behind e-residency scheme, clarifying the three-tiered speculative purposes of it. The paper further assesses the intelligence of policy choices. The administrative capacity of Estonia and the Police and Border Guard Board of Estonia in terms of handling the applications and actions of prospective and existing eresidents is analysed, while giving an overview of the application procedure.
E-RESIDENCY -THE ESTONIAN GOVERNMENTAL START-UP
Estonia's rapid technological developments since the restoration of its independence have attracted attention globally. The uptake of information and communications technologies (ICTs) in establishing a comprehensive e-governance system has induced the Estonian people to lead a quasi-digital lifestyle with which they are apparently content. Towards the very end of year 2014, Estonia became the first country in the world to render accessible some of the e-government services to non-Estonians. The programme launched for that purpose is a government-supported scheme termed e-residency, which foresees the issuing of e-residencies -the Estonian equivalent to digital identities -to foreign nationals.
Based on the pre-existing system of national digital identity cards 1 , backed by the state as a Public Key Infrastructure (PKI), 2 the e-residency as a state-proven digital identity dispensed by the government of this tech-savvy European Union Member
State is intended to grant its users a secure access to world-leading digital services via a smart identity card, but does not entail citizenship nor even full residency. 3 On the official website, the initiators of the idea define e-residency as "a transnational digital identity available to anyone in the world interested in administering a location-independent business online. E-residency additionally 1 Estonian national identity cards are in use since 2002. The first-ever digitally signed document was signed between the then majors of Estonian Capital city and city of Tartu. (Springer-Verlag Heidelberg, 2016) . In given reference, the authors of given article have previously analysed the eresidency concept from a legal perspective.
organised understanding of the concept of e-residency with regard to its underlying reasons, its status and position in the Estonian regulatory context must be assessed. First, attention must be drawn to the fact that for the execution of the eresidency programme, no new legal acts were introduced at the national level.
Instead, the Estonian Identity Documents Act was amended, categorising the documents issued to non-nationals as e-resident's digital identity cards and integrating the necessary legal framework for the concept into the Act. The official concept of e-residency in the form of an Appendix to explanatory memorandum (only available in Estonian) 8 to draft legislation of the Estonian Identity Documents Act 9 provides the necessary insight and scope of application of the idea of eresidency as seen by its drafters and serves as the most ample document providing the comprehension of e-residency. 17 See website at supra note 4. 18 See website at supra note 4: by the official e-Estonia site, the e-services that ought to cajole eResidents are, besides digitally signing documents and contracts and digital authentication, the establishment of an Estonian company online within a day; administering the company from anywhere in the world; conducting e-banking and remote money transfers; declare Estonian taxes online. It has been proposed that the requirements of having a "legitimate interest of using the e-services" or a "previous relationship" with Estonia will be declared invalid 21 as they are difficult to be demonstrated upon application.
Even though it may be argued that law impedes technological and economic advancement to some point, in the case of e-residency, the lack of sufficient legal basis creates a situation of overregulation which in turn harms the reputation of innovation altogether. Instead of carefully deliberating over the place of this governmental start-up in the Estonian national legal framework at its introduction, the scheme was adopted on the run and thus results in several amendments to legal acts already within the first year after its introduction. The aforementioned requirements to be invalidated are justified by the fact that most future e-residents might not, upon application, know the necessity of use of digital-ID. 22 The deliberation over whether the proposed previous relationship or legitimate interest (none of which had been defined anywhere -hence the difficulty with proving) is claimed by the explanatory memorandum to cause excessive work and time consumption. The latter was already seen as a gross problem by the authors of this text in their previous research. 23 This in turn draws attention to another major problem related to e-residency, resulting from lacking aforethought provision of legal basis; namely, the efficiency of implementing the scheme with a view to assessing the e-residency applications.
The rush with introducing e-residencies and subsequent inefficient legal framework resulted in lacking "discussion space" that has initiated a "creative 19 See for instance his speech at the Nordic Digital Day 2015, available at: https://youtu.be/8IS_RqQ6JQg, as well as the official e-residency website https://e-estonia.com/eresidents/about/. 20 It is apparent that the focus is almost entirely on people with a financial interest in Estonia. The official Concept includes a list of people who Estonia would like to attract becoming e-Residents. As there is no mention of former Estonian citizens who have emigrated, the aim of contributing to the compatriot policy becomes obsolete. Additionally, apart from foreign researchers, scholars and students, it is difficult to find a target group who would promote Estonian culture, science or education. Furthermore, the Ministry of Economic Affairs and Communications introductory page to e-residency, under title "Why are we doing it?" declares -"Registration of businesses will bring investments to Estonia and create jobs and will thus accelerate the economic growth." There is no mention of cultural, educational or scientifi c advancement. Considering the latter, it is quite explicit that the most desirable e-resident is a business oriented person, boosting foremost the economic development. The first thing to consider is the application procedure. The future e-resident of Estonia has, as mentioned above, heretofore been required either to have a previous relationship with the Estonian state or a legitimate interest in the use of its e-services 25 ; whereas both of the latter are, until passing the proposed amendments, required to be indicated in the application under the section "motivation". is easier to evaluate the potential leverage when referring to a statement in the "motivation" in reciprocity with economic development (impact assessment is done with no determined gauge), which, by current promotion of the e-residency, seems to be the essential objective of it. While additionally considering that when the Police and Border Guard Board refuses to grant the e-residency title to the applicant, there is no requirement to specify the reason thereto, the Board has been potentially increasing their own administrative burden, provided that the applicant will re-apply, ignorant of what he or she had blundered on in terms of the previous application.
Moreover, the aptitude of the Board has not been increasing merely because they must analyse the development impact of applicants' engagements to Estonia.
At the beginning, the prospective e-resident was required to travel to Estonia twice:
first, for submitting the application and identifying oneself; the second time for obtaining the document; however, as e-residency strives for a "hassle-free" e- (2) . 27 According to the official e-Estonia website, "e-Residency is designed to make your life easier and hassle-free." 28 See website at supra note 4: provides also information on application procedures. 29 See ibid. Application can be submitted via the official e-Estonia website. 30 The Minister of the Interior of the Republic of Estonia, Mr Hanno Pevkur at 05.02.2015 weekly press conference of the Government of the Republic of Estonia. It must be noted that up-to-date statistics on the number of applicants and e-residencies issued is not available to public. 31 See the e-residency Dashboard in terms of application volumes and other data at: https://app.cyfe.com/dashboards/195223/5587fe4e52036102283711615553.
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Guard Board advertises on their website that the decision of issue or refusal of eresidency takes up to 10 working days after commencing the proceedings of the application, then today, according to the official website of e-Estonia, the average processing time of the application has been extended to one month due to high volume of applications. This speaks to the miscalculated capability of the Board and Estonia to handle the flow of applications.
Thus, if we are to refer to policy capacity as the "ability to make intelligent policy choices" and regard administrative capacity to be a contributing factor and a substance to policy capacity of the Estonian state, 32 it becomes apparent that from the efficiency perspective, the policy framework and legislative basis of e-residency Board who would have another set of applications to review (the students'), although the system is encumbered as it is. The aforementioned discussion leads to the conclusion that the introduction of innovative concepts, at least when we are referring to state-owned innovations, must be much more carefully premeditated in order to be sustainable. 
DESIDERATUM FOR INNOVATION IN THE EU ECONOMIC SPACE
If the previous section indicated that in order to avoid overregulation and sustainability, the novel ICT's must stand on a firm legal and political framework, it must also be made clear that, currently existing policy and legislative framework drawbacks aside, the technological innovation that created e-residency has been much sought-after. As previously mentioned, there has been a rapid development of the digital economy in Estonia -perhaps due to its small size, but mostly by virtue of the fact that country had to re-build its governance after the restoration of independence, where implementing e-solutions has played a marginal role.
Estonia's strong technical framework surrounding the microchip on the back of the nationally successful Estonian digital identity card enabled an opportunity that most countries are still searching for, namely, secure means of digitally identifying their citizens. 33 But it would not have come into effect without certain flexibility in terms of the implementation of such novelties. (Springer, 2014) . 34 The data exchange layer X-Road is a technical and organisational environment, which enables secure Internet-based data exchange between the state's information systems. The X-Road is not only a technical solution -pursuant to the Public Information Act, the exchange of data with the databases belonging to the state information system and between the databases belonging to the state information system shall be carried out through the data exchange layer of the state information system. See https://www.ria.ee/en/x-road.html.
35
Estonian Information System Authority (hereinafter: RIA), "Estonia creating conditions for transnational data exchange," 02.11.2015 // https://www.ria.ee/en/estonia-creating-conditions-fortransnational-data-exchange.html. enabled benefits for EU society, the respective action plans 8 and 83 which were combined to adopt the eIDAS regulation laying down desideratum for secure crossborder electronic identification and trust services (a solution similar to e-residency, but for EU-wide use, based on all national existing schemes). 41 41 Regulation 910/2014, on electronic identification and trust services for electronic transactions in the internal market (eIDAS Regulation) adopted by the co-legislators on 23 July 2014 is a milestone to provide a predictable regulatory environment to enable secure and seamless electronic interactions between businesses, citizens and public authorities.
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Communication, is believed to contribute €415 billion per year to the EU economy as well as generate hundreds of thousands of new jobs.
42
In the world more generally, the need has also been expressed for a mobile environment, insofar as, stemming from the "agnostic" nature of the Internet with regard to the identities of users, such mobility requires common system of identification. 43 Besides the EU Digital Single Market, UAE Emirates Identity Authority Directorate General, Al-Khouri, argues that the lack of secure and dependable tools connecting physical and digital identities impedes development and precludes the use of full potential of cross-globe digital economy. 44 One should also take a look at the OECD 2011 report, which highlights the importance of evolving global digital identity management that would enable "trusted remote interactions" and further refine the online economy. 45 The underlying idea of all the aforementioned is to embolden national governments to develop identity management schemes, for they could harmonise each states' e-government services with others' schemes and subsequently collaborate at supranational or international level for mutual recognition of enabling cross-border digital management. citizens. Therefore, due to somewhat defective systematic methodology for assessing the various aspects of e-residency and potentially other ICT-enabled egovernment solutions, there is a need for a methodological approach to the challenges the new innovations, such as the Estonian e-residency, have to face, before they could serve a high-flying goal. In our estimation, the model analysis could be conducted based on criteria adjusted for that specific purpose, developed on principles initially generated for assessing the effectiveness of European various eID frameworks 50 and which would include the following aspects. In identity management generally, the trend is towards moving stronger control to the user. 55 Thus, in combination with the techno-legal integration and requirement of coherence between technological advancements and legislation, the relationship between efficient data protection legislation and user empowerment must be coherently implemented to national systems in accordance with the EU-wide data protection rules; including the scope of rights of the e-citizen or any other end user whose data are being collected, disclosed and processed by different Member
Within the EU, Estonia and other Member
States as well as private actors on the EU arena. 
CONCLUSIONS
This article proposes that the general idea for limiting the threats of a more fragmentised digital single market arising from effectuation of e-residency is to take the course on a two-way street. First, after providing insight into the general scheme of e-residency and its position in Estonian e-society, it is clear that Estonia must conduct thorough analysis and restructure the impact assessment methods of the scheme in order to avoid unintelligent policy actions and a defective legal framework surrounding the e-residency platform. Considering that the end-goal is to have 10 million e-residents within 10 upcoming years, we propose that several aspects of the e-residency programme must be assessed and re-assessed.
Additionally, being an EU Member State, Estonia cannot undervalue the effect of such large-scale projects for the European Union itself. Member States, along
with the EU institutions, should be contributing to the effectuation of the Digital Single Market of the EU by taking innovative initiatives. Thus, we insist that instead of focusing on international success, closely tied with only economic development in mind, the closer and more lucrative objectives should be prioritised in compliance with the supranational EU digital strategy for the long-term prosperity of Estonia as well as the EU by contributing to provide a techno-legal model for other Member
States to fully exploit the e-services at the EU Digital Single Market.
Moreover, the architecture of the ever-closer Union indicates that the EU's role cannot be passive, waiting for national governments to create numerous decentralised platforms and expect mutual recognition and harmonisation of 28 independent systems. Instead, we argue that the flagship ICT-enabled egovernment solutions already implemented at the national level ought to be assessed beyond eIDAS regulation in terms of their effectiveness, and, if remunerable, do so by adopting a model at the EU level in order to avoid unnecessary multiplication of processes. Taking into account that the citizens'
Europe and digital market are unavoidably interconnected, constructing such a model should be based not only on the legal framework of a single market, but also on the inclusion of stakeholders and the general principle of user-centricity.
