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2.1. DTMC
,
$t$ $(=0,1,2, \cdots)$ . , DTMC . DTMC
, $t+1$ $t$ , .
, $t$ $X_{t}$ ,
$Pr\{X_{t+1}=i_{1+1}|X_{t}=i_{t},X_{1-1}=i_{t-1}, \cdots,X_{0}=i_{0}\}=Pr\{X_{t+1}=i_{t+1}|X_{t}=i_{t}\}$ (1)
$t$ , $i\in S$ . , $S$ . , $t$ $t+1$
DTMC
$p_{i,j}=Pr${$thesystemisinastatejattimet+1|$ the system is in statei at time t} (2)
. , (2) DTMC .
$P=\{\begin{array}{lll}p_{1,1} p_{1,e}| \ddots |p_{\iota,1} p_{\epsilon,*}\end{array}\}$ . (3)
, $\sum_{j=1}^{*}p:,J=1$ . ,
$Q=[q_{1},q_{2}, \ldots,q_{*}]$ (4)
. ,
$q_{i}=Pr${$the$ system is in state $i$ at time $0$} (5)
.
DTMC $X_{1},$ $\ldots,X_{T}$ .
$Pr\{X_{1}, \ldots,X_{T}\}=q_{x_{1}}\prod_{t\approx 2}^{T}p_{x_{t-1},x_{t}}$ (6)
(6) , .
$\log(Pr\{X_{1}, \ldots, X_{T}\})=\log(q_{x_{1}}\prod_{t=2}^{T}p_{x_{t-1},x_{t}})$ . (7)
DTMC , (3) , (4) ,





$q_{i}$ $=$ $\frac{N_{i}}{N}$ . (9)
$\bullet$ $N_{1,j}$ : $X_{t}$ $i$ $X_{t+1}$ $i$ $X_{t}$ $X_{t+1}$ .. $N_{1}$ . : $X_{t}$ $i$ $X_{t+1}$ $(1, \cdots, s)$ $X_{t}$ $x_{\iota+1}$ .. $N_{1}$ : $X_{t}$ $i$ .. $N$ : .
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, ,’ $q$: ,
. , $t$ $T(=1,2, \cdots)$
$E_{t-T+1},$ $\cdots$ , Et . $T$ . (7) $T$
. ,
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, (7) ,
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. , $0$ . 2 4 . , A $B$
, 1 2 , 2 $0$ , 3 1 , 4 1 ,
4 . $V_{i},$’ , $i(=1,2, \cdots)$
$k(=1, \cdots, s)$ $Z_{1_{k}}$
$V_{1j}=\{\begin{array}{ll}0 (i=j)\sum_{k=1}^{\iota}\min(Z_{1_{k}}, Z_{j_{h}}) (i\neq j)\end{array}$ (10)
. , 2 $i,$ $i$ , $V_{1,j}$ .
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$D$
2: . 3: $(n=2)$ .
1: $H$ . 2: 2 .
, , 2 ,
, 1 $H$ . $H$
, $n(\geq 1)$ , $n$
. 2 $H$ 2 . , 3
.
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, . , 31 $n$




0.5 , ( $A$ , B), (C), (D) . ,
1.0 , $(A, B, C)$ (D) .
0.5 4 3 , 1.0 2 ,
, 75%, 50% .
, 2 $X_{1},$
$\ldots,$
$X_{T},$ $Y_{1},$ $\ldots,Y_{T}$ 1 ,
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