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Abstract.   
The growth of mobile technologies and smartphones is reshaping the individual 
and organisational behaviour which affect the business environment. One of the 
key challenges of mobile payment is how to understand and manage user expec-
tations and technology acceptance. Therefore, to better understand mobile pay-
ment use and acceptance, we need to analyse the factors and barriers that influ-
ence technology use. The investigation uses Technology Acceptance Model in 
conjunction with Organisational Semiotics, a socio-technical method of design, 
to overcome possible limitations addressed in research. This approach offers 
methods that can help to develop a research model for mobile payment use fo-
cusing on technical and social aspects. 
Keywords: Mobile Payment, Proximity Mobile Payment, Technology Ac-
ceptance Model, Organisational Semiotics, Semiotics, Adoption 
1 Introduction 
With the widespread of mobile devices and users’ appetite for convenient and timely 
payment, the use of proximity mobile payment (m-payment) is expected to continue to 
grow. According to Statista [1], the global revenue for proximity m-payment market is 
expected to reach 930 billion US dollars in 2018. However, according to WorldPay [2], 
whilst 30% of customers have used mobile devices for contactless (tap and go) pay-
ment, 75% of customers prefer to use their credit or debit cards for contactless payment 
in the UK. Despite the growing use, the adoption of m-payment amongst smartphone 
users is still relatively low [3]. Therefore, it is essential to further investigate the factors 
of adoption to identify the blocks as well as provide guidance to merchants on how to 
better encourage users to adopt m-payment. 
The main contribution of this paper is the development of an extended Technology 
Acceptance Model (TAM) for m-payment focusing on both social and technical as-
pects. This paper meets this aim by analysing the current research in technology ac-
ceptance and m-payment and proposing Organisational Semiotics (OS) as a suitable 
perspective to extend TAM.  
2 Context and Motivation 
Advances in technologies have introduced a wide range of features to mobile devices, 
which have changed user behaviours significantly. Since the early 1990s, m-payment 
systems have allowed people to use radio connection between their mobile devices and 
their mobile network providers to authorise financial transactions. M-payment is con-
sidered as a payment or economic exchange for good and/or services via mobile devices 
through a wireless network or communication technologies [4]. However, such m-pay-
ment systems require mobile network coverage and might not always be available. Near 
Field Communication (NFC) allows a contactless short-range communication facilitat-
ing data transmission between mobile devices and payment terminals. With the support 
of NFC, proximity m-payment allows users with compatible mobile devices to use m-
payment function via their mobile phones and portable devices for financial transac-
tions when their devices and Point of Sale (POS) terminals are within a distance of 10 
cm. Proximity m-payment eliminates the need for customers to carry and use cash [5] 
and offers convenience and speed [6]. 
Since the advent of m-payment, plenty of research has identified the factors of m-
payment adoption, including perceived ease of use (PEOU) [7–9], perceived usefulness 
(PU) [7, 9], trust [8, 10], security and risks [11], costs [12, 13], privacy [14], use context 
[15], culture [16], and social influence [12, 16]. TAM and its extensions have been 
widely applied in m-payment adoption research, as they provide a framework to under-
stand the variables influencing intention to use. However, despite the high adoption of 
smartphones, the adoption of m-payment is still relatively low [3]. Previous research 
suggests that adoption is heavily influenced by technology itself as well as user percep-
tion of technology. Therefore, there is a need to further develop a framework that com-
prehensively investigates the adoption factors from a different perspective. OS provides 
a framework that bridges the gap between technology and people [17], and it can be 
used to enhance the understanding of adoption factors. The following section intro-
duces TAM and its extensions, as well as OS. 
3 Theoretical Background 
The aim of this section is to explore the various theoretical models proposed for tech-
nology use and adoption. Adoption models have roots in information systems (IS), psy-
chology [18], and sociology [19, 20]. However, many researchers ignore the social cul-
tural aspects. Davis [19] stated that group, cultural, or social aspects of decision mak-
ing, and usage are not considered very much in technology acceptance research. This 
research intends to bridge this gap by investigating adoption through an OS lens. OS 
focuses on semiotic aspects to understand and analyse organisations as IS according to 
the use of signs, text and communication. The following sections provide background 
  
and context for this research through technology adoption, TAM model and extensions 
of TAM, and OS, respectively.  
3.1 Technology Acceptance Model (TAM) and its Extensions 
TAM is used as a predictive and explanatory tool for testing user acceptance of tech-
nologies with the aim of understanding the impact of external factors on internal beliefs, 
attitudes, and intentions. The basis of TAM comes from Theory of Reasonable Action 
(TRA), which suggests the actual behaviour is an outcome of their behavioural inten-
tions to perform the behaviour. These behavioural intentions are constructed jointly by 
the user’s attitude toward the behaviour and subjective norms [18]. TAM was extended 
to include the determents of Perceived Usefulness (PU) and Perceived Ease-Of Use 
(PEOU) as shown in Fig. 1. 
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Fig. 1. Original Technology Acceptance Model (TAM) 
TAM theorises that the influence of external variables will determine PU and PEOU. 
PU is defined by Davis [19] as the probability the user’s job performance will increase 
given use of a specific application. PEOU pertains to how effortless the new system 
will be for the user. These two determinants, PU and PEOU, influence a user’s attitude 
toward using. Both TAM and TRA propose that usage is determined by behavioural 
intentions, however, TAM differs in that it views intentions as being jointly determined 
by the person's attitude toward using the system and perceived usefulness [19]. In a 
recent review [21] of adoption models, researchers found that most studies using TAM 
either used the original TAM constructs or extended TAM by adding new predictive 
constructs. Perceived risks are a construct that has been proven [22] to show relevance 
in adoption of new technologies. 
Perceived Risks (PR).  
Perceived risks include two dimensions: the level of uncertainty (the likelihood of cer-
tain events happening) and the seriousness of impacts shall the events occur [23]. Be-
fore adopting new technologies, people assess the two dimensions of potential risks to 
determine whether they are willing to take the risks as part of their decision-making 
process [24]. Such potential risks could include technology and information security, 
privacy, financial loss and so on [25, 26]. Technology and information security has a 
strong influence on user intention to adopt technologies facilitating monetary transac-
tions [26]. Other researchers have identified several dimensions of the perceived risk 
in online shopping field. Zheng et al. [27] propose five dimensions: financial risk, per-
formance risk, social risk, psychological risk, and physical risk, whereas Dai et al. [28] 
identify three dimensions product, financial and privacy risks. 
Limitations of TAM.  
Bagozzi [25] suggests that one model cannot fully explain decisions and behaviours 
across various technologies and adoption situations causing researchers to overlook es-
sential determinants of decisions and action in favour of using the simplistic TAM 
model. TAM is further criticised for its focus on the individual user ignoring the social 
process of IS development and implementation and social consequences [29]. Addi-
tionally, TAM focuses on technology use, which takes away from the purpose and ben-
efits that are trying to be achieved. Therefore, decision makers focus on the adoption 
of technology rather than focusing on behaviour or the combination. 
TAM and other associated models of technology acceptance have been questioned 
[29, 31–33]. Since they do not explain why such groups of the population are more 
likely to adopt a technology and other groups in a population are less so, regardless of 
sharing similar individual characteristics; therefore, TAM could not validate across all 
cultures. For example, TAM was found to be valid for both the United States and Swit-
zerland, but not for Japan due to cultural differences [34]. The impact of uncertainty 
avoidance was reported as the reason for the difference among participants; Japanese 
were classified to be high on uncertainty avoidance, and accordingly, they were less 
eager to adopt a new technology [34]. This research proposes the use of OS to addresses 
these limitations of the TAM model. OS permits a norm analysis of an organisation’s 
socio-technical components thus identifying the salient factors for adoption of m-pay-
ment. The following section introduces OS and its methods.  
3.2 Organisational Semiotics (OS) 
OS applies concepts and methods of semiotics in studying an organisation [35]. Semi-
otics is the study of signs [36]. A sign can either be an object, an index or a symbol. An 
object is a sign that conveys message, an index signifies meaning derived by repeated 
observation, and a symbol refers to a sign associating with norms or rules [37]. An 
organisation is hence understood as an IS where signs are considered as information. 
Scholars [38] have applied OS in extending the behavioural factors in TAM. Semi-
otics ladder is an OS framework that studies social and technical aspects of an IS [39]. 
In this research, the IS refers to the m-payment system. The technical aspect consists 
of three layers: physical layer identifies the physical carrier of storing and processing 
information such as the mobile devices and servers that host the mobile payment appli-
cation, empirical layer refers to the way signs are transmitted such as the network tech-
nology and communication protocol, and syntactic layer relates to the sign structure 
and in this case, it is the design of the mobile payment application. The social aspect 
consists of three layers: semantic layer, describes the meaning of signs which in this 
case how information of the mobile payment system being perceived by the users, prag-
matic layer studies how users perceive signs such as studying users’ intention in using 
  
the mobile payment system, and social layer examines the interpretation of signs where 
new knowledge is created, for example, if users acknowledge the benefits of using the 
mobile payment system outweigh the costs (including sacrifice of privacy), this would 
prompt them in using the system. In OS, a norm “is more like a field of force that makes 
the members of a community tend to behave or think in a certain way” [39]. The users’ 
behaviour can then be studied through norms [38]. In an organisation, norms are seen 
as all types of signs [17]. A sign can be an object, or an effect produced by an object 
that conveys information. Norms impact on how a user behaves that leads to perform 
certain actions, which will generate more signs that leads to subsequent actions. 
Stamper [39] proposes the Organisational Containment Analysis (OCA) to analyse 
norms of an organisation. OCA consists of three layers: informal, formal and technical. 
The informal layer refers to organisational culture, customs and values that are reflected 
as beliefs, habits and patterns of members within the organisation. These norms are part 
of the culture in the organisation, so they are usually being applied informally. The 
formal layer denotes the rules and bureaucracy to perform the organisational activities. 
The technical layer automates the norms captured in the informal and formal layer. 
4 OS Perspective to TAM for Mobile Payment 
According to Bagozzi [29], the social aspect is a gap in TAM research because while 
sometimes we seem to be acting in isolation, spontaneously, deliberatively, or in re-
sponse to social pressure, we typically act interpersonally, or as agents of organisations, 
or collectively. Therefore, we adopt OS to analyse the acceptance of m-payment. The 
OS analysis of m-payment can be categorised into six distinctive layers (Fig. 2).  
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Fig. 2. Organisational Semiotics Framework (OSF) with Organisational Containment Analysis 
(OCA) for M-Payment 
The analysis identifies the requirements for m-payment adoption in the human infor-
mation functions and the IT platform respectively. This analysis may provide the foun-
dation for m-payment adoption development. The OCA helps to identify socio-tech-
nical factors that contribute to adoption of m-payment. Based on previous research in 
technology adoption and OS, we integrate the OS Ladder and OCA (Fig. 2) to propose 
a conceptual model for understanding m-payment acceptance (Fig. 3). The model can 
be explained as follows: m-payment acceptance can be evaluated in three levels, tech-
nical (technology characteristics), formal (organizational antecedents), and informal 
(external environment). These three levels affect the intention to use and adopt m-pay-
ment. The advantages obtained by using m-payment will either positively or negatively 
influence user acceptance.   
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Fig. 3. Conceptual Model for Understanding M-Payment Acceptance 
Factors that contribute to the adoption of m-payment include speed and convenience 
through contactless payments [6], which can be considered as PEOU, PU and intent to 
use in the informal layer. The level of perceived risks of a technology could affect the 
level of technology use and acceptance; where risk is perceived to be high, adopters 
would be less willing to adopt the technology [40]. Lwin et al. [41] concluded that 
consumers’ concerns about security risk are one of the key factors for electronic ser-
vices adoption. In the context of m-payment, users might be concerned with risks re-
lated to privacy, personal data and, transactions [25]. Therefore, whether users feel 
comfortable using m-payment due to security, privacy and risk concerns form key in-
formal norms. Additionally, difficulties that users may face due to security measure-
ments/verification and the fears that companies have not taken adequate steps to reduce 
transaction risks could also negatively affect transaction intentions. 
The findings also identify the formal factors of costs, context of use, customers’ 
perceived risks of privacy, personal data & transactions which should be lessened by 
an organisation’s regulations and policies to reduce these risks. Although perceived 
risks and security are informal norms, the formal policies and regulations can influence 
users’ perception of risks and security. Therefore, the service agreements provided by 
m-payment service providers, e.g. Google and Apple, play a key role. Technology and 
information security has a strong influence on user intention to adopt technologies fa-
cilitating monetary transactions [26].  Hence, the relevant regulations set by authorities 
to prevent users’ financial loss form the formal norms for m-payment. Other formal 
factors also include costs, security and privacy policies, risk management policies, 
availability of assistance for online and mobile service. 
  
Mobile transactions are conducted with the following technical factors; mobile de-
vices, along with mobile technology, radio connections and wireless telecommunica-
tions. NFC and payment terminals such as POS terminals and m-payment applications 
are all necessary for m-payment use. Also, technologies to help ensure privacy and 
security should be carefully thought out. For customers to adopt m-payment all these 
socio-technical factors should be considered by organisations that want to implement 
an m-payment service. Moreover, Suh and Han [42] indicate that consumers who want 
to buy products or services online have concerns about security due to the vulnerabili-
ties of website forms. Accordingly, several factors such as protection, encryption, ver-
ification, and authentication should be the antecedent of perceived security [43].  
5 Discussion & Conclusion 
M-payment system has empowered the digital transformation of business and has been 
adopted by several industries. Although this new paying method shows several ad-
vantages when compared with traditional ways, consumers have been slow to adopt. 
TAM has been used as a suitable user acceptance model to understand technology adop-
tion, however, several gaps were reported such as a gap in linking technical and social 
factors. Therefore, the purpose of this paper is to address a TAM gap with OS as it 
provides a structural approach in studying organisational norms through individual be-
haviour. OS as a theoretical lens to examine the factors that affect adoption in technical 
and social levels was used to extend TAM.  
The OS Ladder and OCA were used to analyse the factors that influence the adoption 
of mobile payment. This analysis indicates that the socio-technical factors can be con-
sidered either as enablers or inhibiters. It was found that m-payment adoption can pro-
duce the benefits of enhanced speed and convenience through contactless payments.  
Inhibitors may include level of perceived risks, namely risks related to security, pri-
vacy, personal data and, transactions. Other formal factors also include costs, security 
and privacy policies, risk management policies, availability of personal assistance for 
online and mobile service. Additionally, several factors such as protection, encryption, 
verification, and authentication should be the antecedent of perceived security in the 
technical layer. These factors were then used to extend TAM. The proposed conceptual 
model (Fig. 3) with supporting OS ladder and OCA (Fig. 2) serves as a backbone meth-
odology for organisations who would like to implement m-payment for their customers. 
The research model provides a useful framework for organisations wanting to develop 
the infrastructure for m-payment transactions. This research enables organisations to 
consider the social perspective of the adoption factor in m-payment that should be taken 
into consideration when planning to implement such a system.   
A limitation, however, is that the research framework is based on literature review 
without empirical studies. However, the proposed model presents the relationships be-
tween the technical and social challenges of m-payment. Future investigation will look 
into alternatives to OS as an extension to TAM for m-payment adoption, for example, 
Everitt Rogers's Technology Adoption Lifecycle. Further research can be applied to 
test the internal and external validity of the theoretical propositions by collecting em-
pirical data from consumers. 
In conclusion, this paper focused on the extension of TAM based on OS. The anal-
ysis highlights the requirements through the six layers in OS framework focusing on 
semantic, pragmatic and social aspects of m-payment without disregarding the social 
characteristics. 
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