Cloud based libraries connect individuals to on-demand information needed to solve problems, expand frontiers and re-shape the future. In the era of disruptive computing, a digital library model using cloud computing Infrastructure as a Service (IaaS) is proposed. The proof of concept is used to demonstrate the viability of deploying and running virtualized digital library in Nigerian higher institutions. Lean design phases are used in developing the library application program interface (API) as well as the network design. Programming languages such as CSS, JavaScript, PHP and MYSQL are used for the API integration while demonstrating a hypervisor based server infrastructure on a Wi-Fi hotspot. For access control on the network, a network IP address configuration based on classless inter-domain routing .0.0/24) is applied while using TP-Link 3G/4G Wireless N-Router (TL-MR3420) access point for 300Mbps wireless connectivity. Front-end vulnerability threats are addressed during the coding phase while demonstrating improvement on the level of services provided for resource accessibility and management. A faculty wide scenario in Federal University of Technology is used as a validation case study. The proposed system is flexible, offers robust security support with 64/128bit wired equivalent privacy (WEP), WPA/WPA2 and WPA-PSK/WAP2-PSK encryption standards. Cloud-DLT eradicates the challenges and inconveniences associated with accessing and managing the library resources. The work highlighted its usefulness and implications to academics and students in the next few years.
INTRODUCTION
Digital libraries are more efficient when deployed in cloud domain. The emerging trend is to digitize an e-library in such a way as to support both private and public cloud offerings while involving fog and edge interface layers. Existing institutions running the traditional library model are beclouded with a number of challenges such as poor access time, distance barrier, bulky, large volumes and heavy weights of some hardcopy books and other materials which makes them inconvenient for mobility. In addition, library administrators and librarians encounter difficulties in managing the library facilities in areas of book cataloguing arrangement and replacement of used materials in their various shelves and materials, as often times there are cases of loss and misplacement. A better approach to library management and usage is the cloud driven approach as an ondemand service. The concern on the use of cloud computing to address ubiquitous access is rising yet there is still little understanding on the subject of cloudification of libraries. By a simple definition, cloud computing is an Internet-centric model which can be used to run a virtual library with ease [1] . Buyya et. al [2] defined the cloud as a type of parallel and distributed system consisting of a collection of interconnected and virtualized computers that are dynamically provisioned and presented as one or more unified computing resources based on service-level agreement established through negotiation between the service providers and the customers. It is a model for enabling ubiquitous, convenient, on-demand network access to a shared pool of configurable computing resources (e.g., networks, servers, storage, applications, and services) that can be rapidly provisioned and released with minimal management effort or service provider interaction [3] .
For a digital library deployment, the characteristics of cloud computing highlighted in [1] , [4] makes it desirable. These include: On-demand access, no-upfront commitment, optimal pricing, efficient resource allocation, energy efficiency, seamless creation and use of third party services, high scalability, agility, high availability and reliability, , and multi-sharing among others.
In any cloud design, a middleware platform supports its services. This is responsible for creating the abstract environment where applications are deployed and executed. Also, the service provider is responsible for providing the needed scalability and for managing fault tolerance while users interact with the logic of the application service. This interaction is via the provider's APIs and libraries. In this case, the level of abstraction in the cloud is controlled [1] . The SaaS lying at the topmost layer provides applications and services on demand. This is applicable in a cloud library management system, cloud office collaboration suites, enterprise resource planning systems (ERPs), etc. Fig. 1 illustrates the key attributes of cloud computing model as an on demand service delivery system. While the three major classifications of the cloud are constantly being applied in various on demand applications, a cloud based digital library will thrive more on cloud. Infrastructure-as-a-Service (IaaS), Platform-as-a-Service (PaaS), and Software-as-aService (SaaS) are the basic service models. The IaaS comprises the hardware, storage and networking subsystems, PaaS delivers scalable and elastic runtime environment on demand and host the execution of applications. A contextual harmonization of both the service delivery models and its offerings will enrich the features of a cloud based digital library. In this paper, a disruptive cloud-based digital library (DCDL) model that runs on a virtualized local server is proposed. This is used to demonstrate the workability of a cloud-based digital library model when hosted on hypervisor driven Internet. The digital library application comprises the server side which houses the library database/collection and the client side (graphical user interface) through which a library user can access the library collections housed in the database on the server. A local intranet is to be configured to enable access into the library resources.
The main aim of the research is to develop a digital library framework that cloud be integrated with goalexandria cloud computing domain -http://www.goalexandria.com/path-uni/. This will to provide on-demand ubiquitous access to library resources and facilities. In this case, the goalexandria cloud based SaaS platform as a library management and automation platform will expand the capacity of DCDL. In making the integration decision, two options are considered in context, viz: cloud hosted and self-managed subscriptions. Both have their merits and demerits. This paper considered the cloud hosted subscriptions even though the system allows for selfmanagement.
LITERATURE REVIEW
Various efforts have been made in literature till date on library management systems. This section presents a review of related work on digital libraries. Victor [5] proposed a filestorage service that is implemented on a private/hybrid cloudcomputing environment that is based on open-source software shown in Fig. 2 . The work evaluated performance and resource consumption using several levels of data availability and fault tolerance. Their system has the following: cloud virtual machine, virtual machine monitor-hypervisor (VMM-H), virtual machine manager module(VMMM), data access module (DAM). load balancer module (LBM), load manager (LM), distributed storage on the cloud (DISOC). Kaushik, et al [6] discussed classical theories on cloud computing and its possible applications that can be applied in developing a library based services on the web based environment. The work identified the areas where cloud computing services and applications may be applied such as building digital library/repositories, searching library data, website hosting, searching scholarly content, file storage, building community power, and library automation.
Kumar [7] made efforts to improve the current user service model in university library by using Cloud Computing. The work identified existing user service models such as www service model, FTP service model, BBS and e-mail service model, etc, and highlighted its improved service models such as unified search service model, integrated consulting services model, real-time access services model, knowledge service model, all-oriented service model. Pradeep et, al [8] made a case for adopting virtualization and cloud infrastructure services to serve the needs of information retrieval and digital library systems. This was intended to be explored as part of building a more scalable, extensible and robust CiteSeer-a Web based digital library search engine. The work discuss constraints and choices faced by information retrieval systems like CiteSeerx by exploring in detail aspects of placing CiteSeerx into current cloud infrastructure offerings.
An ad-hoc virtualized storage system for experimenting with cloud infrastructure services was presented as shown in Fig.3 . 
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Their virtualized storage solution uses a REST based interface for the entire system. The storage allows GET, POST, and DELETE commands for downloading, adding, and deleting documents [8] . In the work, the master node serves as an index for finding documents in the storage system. Essentially, requests for documents are made to the master node, which redirects the client to the storage server containing the particular file in Fig.3 .
Ugwoke et al. [9] proposed a conceptual cloud computing architecture with security considerations for Nigerian universities. Various cloud based frameworks were discussed while an efficient cloud data enter design for smart educational initiatives in Nigerian Universities.
Ji-Seong et. al [10] proposed a cloud-based smart education system for e-learning content services which is intended to deliver and share various enhanced forms of educational content such as text, pictures, images, videos, 3-dimensional (3D) objects, scenes of virtual reality (VR), and augmented reality (AR). The system in Fig. 4 consists of selected features needed for deploying cloud-based educational content services such as: 1) a cloud platform that provides an infrastructure for the realization of a cloud-based educational media service environment, 2) a compatible file format that enables it to provide media content through various types of devices, 3) an authoring tool that enables teachers to create various types of media content, 4) a content viewer that displays different types of media on multiple platforms, 5) an inference engine that provides students with individualized learning content, and 6) a security system that manages privileged user access and data encryption in the cloud for dependable educational content services.
Mohssen [11] proposed the use of cloud computing in the educational and learning arena. This was referred to as Education and Learning as a Service" (ELaaS). Its benefits and offerings were discussed. This is meant for an educational and learning organization, whose budget is very little. The work failed to discuss the design approach. Existing works have highlighted the role of virtualization on cloud based infrastructural designs for digital learning systems. These ideas are yet to be fully integrated into most This work focused on developing a conceptual infrastructure that could be used to access the above databases from the above listed departments using any smart device, PC, and Laptops. The objective of the Cloud-DLT prototype is to facilitate the implementation of scalable and elastic distributed storage architecture in a cloud environment. The architecture combines private and public clouds by creating a hybrid environment. Open source tools such as KVM and XEN are identified to be useful for creating virtual machines (VM). Again, the Open Nebula (http://opennebula.org), Eucalyptus (http://www.eucalyptus.com), and OpenStack-(http://www.openstack.org) are optional tools for managing the private/public cloud environment. This work considered the Open Nebula for this prototype. The private cloud in the proposed Cloud-DLT has an interface to access a public cloud, thus creating a hybrid environment for local users.
METHODOLOGY
This section presents the approach used in the design of cloud based digital library framework.
Description of Lean Process in Cloud-DLT
Lean process technique is used to achieve the Cloud-DLS. This approach focused on series of activities leading to minimizing waste/redundancies while improving the value added (VA) process [12] in the Cloud-DLT. Basically, the lean philosophy seeks to reduce waste anywhere in the system design, optimize core resources and establish a corporate culture dedicated to identifying and continuously fostering user satisfaction. This philosophy is based on lean principles. The three core principles are [13] : identification of value, elimination of waste; and the generation of smooth flow. The modified context of these principles includes: identifying customer defined value, optimizing the value stream, converting the value flow smoothly by controlling and eliminating wastes, activating the demand pull by synchronizing customer demand and information flow, 
Digital Library Web DevelopmentCloud-DLT
Using the lean strategy, the Cloud-DLT design was divided into two main subsystems, namely: wireless cloud network design and the digital web programming. In designing the wireless cloud network, a consideration on network requirements in terms of coverage area, maximum number of users, operating frequency etc., was made. All the network elements were deployed.
Based on the developed architecture, the wireless network is configured with security and access controls implemented. This is meant for the FUTO faculty departmental access. The digital library web development phase of the design was scripted with Open source programming languages. The user interface was developed using basic web scripting languages, basically, Hypertext Markup Language (HTML), Cascading Style Sheet (CSS) and JavaScript. From the home page, the user can access different sections of the library starting from the five major links on the home page which are; Search, About Us, Public, Administrator and User.
The cloud-based digital library was hosted on a local server instance as the server side. The client side refers to the user interface, which displays of the user's web browser once logged in. it is a conglomeration of web pages through which the user browses for resources in the library database. The server side refers to the database that houses the digital library collections (books and articles) and the Hypertext Preprocessor (PHP) codes running on the local server which accepts user request, processes the request, queries the database and displays result on the user interface.
The database comprises of three different tables; the "admin", "articles" and "User_reg" tables. The "admin" table contains records about the digital library administration, the "article" table contains records of books and other materials uploaded to the database while the "user_reg" table contains records of registered users and their registration information as shown in Fig. 5 . The basic operations while using the digital library application are discussed below.
Cloud-DLT Network Connection/Web login-Phase
The portal provides login capability to a variety of devices (desktop computers, laptop computers, smart phones, i-pad etc.) that are Wi-Fi enabled. Accessing the library portal requires the following procedures;
i. Turn on the Wi-Fi service of the digital device. ii.
Locate the" MCE_DIGITAL_LIBRARY" hotspot and connect to it. iii.
Open the web browser (Mozilla Fire Force, Opera or Chrome), on the address bar, type the library server IP addresses (192.168.0.5) and press enters to access the library website.
The above steps links the user to the library home page from which the user can access other sections of the website. From the library home page, three major actions can be performed This work introduced the following network equipment: A local bare-metal virtualized server, the wireless access point and end user devices. These are briefly discussed below.
A. Cloud-DLT Local Server and Server Virtualization
In the cloud environment, the cloud resources provided service providers run on virtual machines (Virtual servers and virtual storage which provides for scalability and reliable network operations. Server virtualization was employed. Cloud-DLT server virtualization is the technique by which a single physical server machine is partitioned into a number of virtual machines (VMs), each running and independent operating system and application-Cloud-DLT. These independent virtual machines are linked by hypervisors also known as the virtual machine (VM) manager. This allows operating systems and applications to share a single hardware host. From Fig. 6 , the local servers instances deployed for this demonstration has been represented as a virtual server clusters to explain the importance of virtualization in cloud computing. In this work, a local Vm server machine running a WAMP server Application Programming Interface (API), with the following specifications has been deployed. Table 2 shows the Cloud-DLT Server specification applied in the work. -Wireless security encryption easily at the push of the WPS button
C. Cloud-DLT Thin Clients
This is a collection of Wi-Fi enabled computers, Smart Phones Tablets etc., that connects to the local server through the wireless access point. In this work, the various users from the various Engineering faculties in FUTO can connect into the system. Complete system architecture is discussed in Section 4
CLOUD -DLT NETWORK DESIGN 4.1. Architectural Description
The digital library network architecture is shown in Figure 6 . It consists of a virtualized local server computer on which instances of the digital library application will be deployed. The server clusters are protected by the firewall which mitigates network vulnerabilities in form of attack vectors and its payloads.
The various VM server instances hosts the university central library database. It was programmed to accept user's requests, process it and return results as the user connects and browses through the university library web pages. At all time, the users computers/clients connect to the server through the wireless access point using a Wi-Fi Protected Access (WAP-2) access control method. Access is granted on valid login to the library website using the local server IP address or a hosting domain name. Every department have their dedicated local/private library provisioned from the University library as illustrated in Fig. 6 . This will allow for localized access to remote resources such as short lecture notes, papers, journals, archrivals, etc. 
Cloud-DLT Wireless Network Design
The demonstration of the Cloud-DLT application deployed on a local sever requires wireless network setup. The following factors were considered in the wireless network design:
i. Maximum number of users on the Cloud-DLT network accessing its resources at time t. Operating frequency: the long range Wi-Fi (used in this project), operates at a frequency of 2.4GHz while the long range Wi-Fi operates at a frequency of 5.8GHz. iv.
Data rate: this is the rate in bit per second (bps) at which data can be transferred between devices in a wireless network. It is a measure of the data speed of the access point providing the wireless coverage. An access point with a maximum data rate of 300Mbps was used for this purpose.
Cloud-DLT Wireless Network Configuration
Assuming 
Cloud-DLT Server Configuration
In configuring the server machine, the following procedures are followed:
i.
Open "Network and Sharing Center" ii.
Select "Change Adapter Settings" iii.
Open the properties of the wireless adapter card. iv.
Select "Internet Protocol Version 4 (TCP/IPv4/6)" v.
Enter the server IP address (192.168.0.2) and the subnet mask (255.255.255.0) vi.
Validate settings and exit. vii.
Configure the Vm box instances.
Cloud-DLT Network Gateway Configuration
Configuring the wireless network gateway involved the following procedure:
Connect the server to any of the Router's LAN (1-4) port using an Ethernet cable. ii.
Connect the router to power supply mains. iii.
Turn the router ON through the ON/OFF switch. iv.
Open a web browser and enter the router's IP address (192.168.0.1) v.
Enter the default username (admin) and the default password (admin) vi.
Click on login. vii.
Select country region and time zone and click on next. viii.
Enter the network Service Set Identifier (SSID) and password and click on next.
ix. Select network operating mode (3G/4G Only -Only use 3G/4G as the access to the internet. x.
Follow the Quick Setup procedure to complete the configurations.
In the EEE/Mechatronics engineering department, a screenshot of the wireless network configuration procedure is shown in Fig. 7 . 
4.6.Cloud-DLT Network Security and Access Control
Network security and accessibility was considered in the wireless network. This is due to the vulnerability of a wireless network to attacks from payloads and attack vectors. The wireless network is implemented to prevent malicious attack from these devices and unauthorized access from network users so as to safeguard the equipment in the network from damaging and maintain the integrity of information in the network. The most common types of wireless security are Wired Equivalent Privacy (WEP) and Wi-Fi Protected Access (WPA/WPA-2). WEP is a very weak network security standard, which was later upgraded to WPA. However, WPA-2 is the current standard of Wi-Fi network security control. In this work, two methods of security and access control were deployed. These are WPA-2 and Firewall. The WPA-2 prevents unauthorized access to the network by providing password protected access to the network users. The firewall (shown in Fig. 6 ) protects the server clusters against malicious hardware devices or application connected to the network.
4.7.Cloud-DLT Distributed and Centralized Cataloguing
A cloud hosted service (Cloud-DLT) allows for management of all the data, updates, backups and maintenance strategies. This reduces the cost of expensive IT hardware and software in the library setup needed to maintain the servers. Its merits include: no overhead cost, no maintenance cost, automatic data backups, updates and free upgrades. In context, for the Also, centralized cataloguing deals with the scenario where departmental assets are consolidated into a unified database. This has numerous benefits for end users such as larger visibility to search queries, more control to assets collections, more security controls, ability to manage all library modules in on e database, allows for quick runs of reports, and book circulation from other libraries. It simplifies tasks of cataloguing inventory and item management for all the unit library modules.etc. The results of the Cloud-DLT in Fig. 8a and 8b, focused on the departmental and university levels for assets/resource management. For instance, an authorized user can stay in Fig. 8b to profile services in Fig. 8a . In fact, Mechatronics engineering departmental assets was profiled using Figure 8b as shown in Fig.10 and 11. 
RESULT ANALYSIS
This section presents the results of the Cloud-DLT proposal. Fig. 9a shows FUTO library platform for various databases as analyzed in section 2. Only valid users can connect via the network and access the server clusters hosting instances of the Cloud-DLT application. Hence, every user must be properly registered to access the resources kept at the departmental and university domains. Fig. 9b shows the authentication for the valid user who now has access to all the databases listed accordingly. As shown in Figure 10 , at the instance of this work, PSE option had 218e-books; MCE had 204e-books; ECE had 250 e-books; COE had 250 e-books profiled by the user -Kennedy Fig. 11a and 11b shows a typical Cloud-DLT search optimization for a centralized catalogue using the architecture in Fig. 6 . Users can search for any useful materials and profile in their departmental cloud archive. 
DISCUSSIONS AND RESEARCH IMPLICATIONS
This paper proposed a disruptive perspective to digital library system. The limitation of the work include: absence of predictive analytics, as well as having no real life integration with case study institution. However, the work showed that the coming years as shown in Fig. 12 will be very challenging for most academics and students owing to some expected tilts in the Nigerian University policy framework as well as sanctions from accreditation bodies. Most students that hardly make use of the university e-library will find it difficult to survive as past question papers, short lecture notes, journal papers, thesis, multimedia contents; etc., will be domiciled in the university e-library server clusters. Also, the academics will need to use subscribed databases for their paper publications and other academic engagements. Hence, with the usage of these databases, research and productivity will be evidenced which could lead to promotions, tenure appointments, etc. A good projection is presented in Table 3 . It is obvious that as the student/staff population increases, a robust digital library infrastructure must be put in place to facilitate academic activities. Universities/tertiary institutions with no good digital library in place will most likely fail accreditations from National University Commission (NUC), Council for Regulation of Engineering in Nigeria (COREN), etc. 
CONCLUSIONS
This paper has presented an academic library of the future for academics and students. Cloud-DLT is proposed to eradicate the challenges and inconveniences associated with accessing and managing the library resources. This connects individuals to on-demand information needed to solve problems, and reshape the future leveraging distributed and centralized cataloguing. A digital library prototype using cloud computing Infrastructure as a Service (IaaS) was realized using Lean design phases. The prototype model runs on a virtualized local server clusters with virtual machine instantiation. The digital library application has a server-side and the client side (through which a library user can access the library asset collections. Using FUTO as a case scenario, a local intranet was configured to enable departmental access into the core university library resources. This system is very smart, scalable and efficient for myriads of academic asset resource pools. While this paper has discussed on the Cloud-DLT functionalities, it is expected to stimulate the e-library culture among staff and students of various tertiary institutions in Nigeria. This work (DCDL) is currently undergoing integration tests with goalexandria cloud platform.
