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PATTERN RECOGNIZED SURVEILLANCE SYSTEM THE NEED
With the increase of necessity of security system in homes and business, the hardware of video surveillance has been developed sharply. We can notice these developments in not only various and advanced instruments but also surveillance systems such as Digital Video Surveillance (DVS) of a turn toward digital video servers using Internet access, and Multi-modal User Interface (MUI). (refer to http://www.newtechnologies.org/ECT/Other/videosurveillance.htm) However, these developments in hardware cannot satisfy the desire to watch closely like that a security guard monitors various human behaviors recognizing suspicious behaviors. Thus, the research for truly cognizant surveillance system that is adaptive and capable of learning normal behaviors based upon past experiences integrated with human expert knowledge and current scenarios to determine the state of the surveillance area.
THE TECHNOLOGY
The ultimate objective of research is to create a complete-decision maker which allows us to detect the new state and initiate appropriate actions taking and analyzing all historical and current information based upon adaptive reasoning. Computers have the ability to extract information from multiple sources and identify and track patterns of activity that are inconsistent with "normal" operations. 
THE BENEFITS
 Producing the most reliable and secure anomaly detection capabilities.  Allowing us to determine and report the current status of monitored area of responsibility and also supports historical continuity of knowledge for materials and activities within a facility and network.
 Being applied to various applications of interest, such as facility monitoring or military reconnaissance.
STATUS
A test bed in DOE NN-20 sponsored the research necessary to develop such capabilities was created to test and demonstrate the various components required for a completely integrated facility monitoring system. This test bed was called the Adaptive Multi-sensor Integrated Security System (AMISS) and was located at the Critical Experiments Facility Highbay at TA-18. Attendees were provided a real-time demonstration of integrated technologies as a proof-of-concept toward intelligent facilities. Included was video image surveillance (personnel tracking), path tracking anomaly detection, adaptive reasoning, and nuclear material detection and pinpoint tracking with sensors such as video, active infrared, passive infrared, radiation detectors, portal monitors, face recognition, and hand readers.
