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Moh. Irfan Haris, PERBANDINGAN KINERJA PROTOKOL DSDV DAN FSR 
TERHADAP MODEL NODE TETAP DAN NODE BERGERAK. 
Pembimbing : Ir. Primantara Hari Trisnawan, M.Sc., dan Rakhmadhany 
Primananda, S.T, M.Kom.  
MANET adalah sebuah jaringan yang mampu terbentuk tanpa membutuhkan 
infrastruktur. Dalam manet setiap perangkat yang terhubung disebut node. 
Masing - masing node dalam MANET memiliki karakteristik yang berbeda dalam 
hal mobilitas. Mobilitas node dapat mempengaruhi nilai kualitas sebuah jaringan. 
Ketika sebuah node akan mengirim paket diperlukan sebuah mekanisme untuk 
menentukan jalur terbaik agar paket sampai ke tujuan, hal tersebut dinamakan 
routing. Fokus penelitian yang dilakukan adalah membandingkan kinerja 
protokol routing DSDV dan FSR terhadap node tetap dan node bergerak. 
Parameter yang digunakan adalah Routing Overhead, End to end Delay, dan 
waktu konvergensi. Skenario pengujian terdiri atas variasi jumlah node terhadap 
node bergerak dan variasi jumlah node terhadap node tetap serta variasi jumlah 
paket yang dikirim. Hasilnya protokol FSR lebih cocok diterapkan di jaringan skala 
besar, dengan nilai waktu konvergensi, end to end delay, dan routing overhead 
secara berturut adalah 0,118 sec, 20,813 ms, dan 22.748.  sedangkan protokol 
DSDV lebih cocok diterapkan di jaringan skala kecil, dengan nilai waktu 
konvergensi, end to end delay, dan routing overheadnya adalah 0,1 sec, 31,607 
ms, dan 8.875. Hasil pengujian besar paket yang dikirim menunjukkan bahwa 
semakin besar paket dikirim akan mempengaruhi kinerja sebuah jaringan 
dikarenakan data tersebut perlu dipecah menjadi beberapa segmen, sehingga 
dari bagian segmen tersebut rentan mengalami kegagalan (Packet Loss). 
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MANET is a well-known self-configuring and infrastructure-less network. Each 
device connected to MANET is called a node, each of which has different 
characteristics in terms of mobility, which plays a role in the quality of a network. 
A node, when conveying a packet, requires routing process as a mechanism to 
determine the best path to let it reach its right destination. This research focused 
on comparing the performances of DSDV and FSR routing protocols when applied 
to both fixed and mobile nodes by testing three parameters, namely Routing 
Overhead, End-to-end Delay, and Convergence Time. Test scenarios were 
performed by varying the number of both moving nodes and non-moving nodes 
and varying the size of the packet conveyed. The results showed that the FSR 
protocol is more suitable to be applied in large-scale networks, with the values of 
convergence time, end to end delay, and routing overhead of 0.118 sec, 20.813 
ms, and 22.748, respectively. Meanwhile, DSDV protocol is more suitable to be 
applied in small-scale networks, with the values of convergence time, end to end 
delay, and routing overhead of 0.1 sec, 31.607 ms, and 8.875, respectively. The 
results also indicated that the greater the packet conveyed the more significant 
the effect on the performance of a network because the data needs to be broken 
down into several segments, which are vulnerable to failure (Packet Loss).  
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BAB 1 PENDAHULUAN 
1.1 Latar Belakang 
Teknologi jaringan merupakan wujud dari kecanggihan teknologi yang 
terus mengalami perkembangan hingga saat ini. Belakangan ini banyak 
dikembangkan suatu teknologi jaringan komunikasi yang berbasis nirkabel, 
seperti topologi untuk jaringan wireless. Dalam topologi yang ada di jaringan 
wireless ini ada yang disebut sebagai Mobile Ad Hoc Network atau yang sering 
disebut dengan MANET. MANET memiliki arti sebagai suatu jaringan yang terdiri 
dari atas berbagai perangkat yang dapat dengan bebas bergerak dan tidak 
membutuhkan infrastruktur yang tetap. (Haqqi, 2013) Pada MANET terdapat 
peralatan jaringan yang dapat melakukan komunikasi antara satu kepada yang 
lainnya, yang biasa disebut node.  
Node yang terdapat di dalam MANET dapat melakukan maintenance 
serta mengorganisasi sendiri, meskipun tidak ada infrastruktur jaringan yang 
mendukung. Setiap node memiliki karakteristik yang berbeda. Ada yang 
berperan sebagai source, destinasi dan perantara.  Node yang ada pada MANET 
memiliki mobilitas yang beragam. Mobilitas node dapat mempengaruhi topologi 
jaringan. (Kharisma, 2015) Pergerakan node yang terjadi dapat berpotensi 
menggagalkan berbagai kejadian yang dapat menyebabkan koneksi terputus. 
Node bergerak juga dapat menyebabkan topologi jaringan berubah, sehingga 
pengiriman data menjadi terhambat bahkan terputus. Pergerakan node yang 
tinggi dan acak menyebabkan perubahan topologi yang dinamis. Perubahan 
topologi yang tidak menentu dapat mempengaruhi kinerja jaringan. 
Permasalahan tersebut dapat diatasi dengan cara melakukan proses routing.  
 Routing adalah fungsi yang mempunyai tanggung jawab mengambil data 
dengan memilih jalan yang terbaik untuk melewati kelompok jaringan. (Hadi, 
2010) Protokol adalah aturan yang berperan penting dalam hubungan antar 
komputer agar tercipta suatu komunikasi. Jadi protokol routing  adalah  
ketentuan atau aturan bagi node dalam menetapkan jalur yang akan digunakan 
dalam pertukaran data, hal ini agar didalam proses pertukaran data dapat 
berjalan dengan teratur. Di dalam MANET terdapat tiga jenis protokol routing, 
diantaranya adalah protokol proaktif, protokol reaktif dan yang terakhir adalah 
protokol hybrid. (Wibowo, 2015)  
Pada penelitian ini hanya akan menggunakan satu jenis protokol saja, 
yaitu berjenis proaktif. Proaktif routing protokol adalah algoritma routing yang 
mendistribusikan tabel routing ke seluruh node yang diketahuinya, tabel routing 




Pada routing protokol tentunya mempunyai karakteristik, kelebihan dan 
kekurangan, untuk itu akan dilakukan perbandingan kinerja dari dua routing 
protokol dari jenis routing protokol proaktif. Protokol yang akan dibandingkan 
adalah protokol  Destination Sequence Distance Vector (DSDV) dan protokol 
Fisheye State Routing (FSR). Alasan mengapa memilih protokol DSDV dan FSR 
untuk membandingkan kinerjanya, karena kedua protokol ini banyak digunakan 
pada MANET dan mempunyai algoritma yang berbeda, meskipun dari jenis 
routing protokol yang sama. Sedangkan alasan mengapa pengujian ini diterapkan 
pada model node tetap dan node bergerak, karena untuk mengetahui pengaruh 
pergerakan atau mobilitas node terhadap kinerja dari protokol yang diuji.  
 Berdasarkan penelitian yang pernah dilakukan sebelumnya oleh (Taufan, 
2018). Penelitian yang dilakukan melibatkan protokol berjenis proaktif yaitu 
OLSR dan DSDV, protokol tersebut diuji dengan menghitung Packet Delivery 
Ratio (PDR), menghitung Average End to End Delay serta menghitung Routing 
Overhead. Skenario pengujian menggunakan variasi jumlah node, variasi luas 
area, serta menggunakan model mobilitas Random Way Point dan Random 
Direction. Hasil dari pengujian berdasarkan Packet Delivery Ratio menunjukkan 
bahwa OLSR lebih unggul dari DSDV. Hasil pengujian Average End to End Delay 
dapat diketahui bahwa DSDV justru lebih unggul dari OLSR, sedangkan untuk 
pengujian Routing Overhead protokol OLSR yang terlihat lebih baik. Hal yang 
membedakan antara penelitian terdahulu dengan penelitian yang ingin dilakukan 
sekarang adalah terletak pada nama protokol yang akan diuji dan parameter 
yang kan dijadikan acuan. Pada penelitian sekarang akan membandingkan 
protokol DSDV serta protokol FSR, sedangkan parameter yang digunakan adalah 
Waktu Konvergensi, Average End to End Delay serta Routing Overhead.   
Berdasarkan permasalahan yang telah dijelaskan, peneliti akan 
melakukan penelitian yang diberi judul Perbandingan Kinerja Protokol DSDV 
Dan FSR Terhadap Model Node Tetap Dan Node Bergerak. Peneliti akan 
menganalisis kinerja dari dua protokol yaitu, protokol Destination Sequence 
Distance Vector (DSDV) dan protokol Fisheye State Routing (FSR) yang bersifat 
proaktif terhadap node tetap dan node bergerak. Kinerja dari kedua protokol 
tersebut akan dilihat berdasarkan tiga parameter, yang pertama adalah Waktu 
Konvergensi, yang bertujuan untuk mengetahui waktu yang dibutuhkan saat 
sebuah routing ingin memperbarui tabel routingnya ketika terjadi perubahan 
rute. Parameter kedua adalah Average End to End Delay, yang bertujuan untuk 
mengetahui rata-rata waktu yang dibutuhkan paket dikirim hingga paket 
diterima. Parameter yang ketiga adalah Routing Overhead, tujuannya adalah 
untuk mengetahui jumlah paket routing yang dibutuhkan untuk membentuk 
suatu tabel routing. Hasil analisis ini dapat dijadikan sebagai bahan pertimbangan 
memilih protokol sesuai kondisi tertentu. Selain itu, diharapkan juga hasil 
penelitian dapat digunakan untuk menentukan penerapan ideal bagi FSR dalam 




1.2 Rumusan Masalah 
Atas dasar uraian latar belakang yang sudah dijabarkan, maka dapat disusun 
rumusan masalah.  Adapun rinciannya adalah sebagai berikut: 
1. Bagaimana cara mengimplementasikan protokol tersebut pada sebuah 
simulator jaringan? 
2. Bagaimana kinerja dari masing-masing protokol routing tersebut terhadap 
node tetap dan node bergerak ? 
 
1.3 Tujuan  
Tujuan penelitian yang hendak dicapai dari kegiatan penelitian ini adalah 
sebagai  berikut: 
1. Mengetahui kelebihan dan kekurangan dari penggunaan DSDV dan FSR pada 
jaringan MANET. 
2. Mengetahui perbandingan kinerja dari protokol routing DSDV dan FSR 
terhadap node tetap dan node bergerak. 
1.4 Manfaat 
Penulisan skripsi ini diharapkan dapat memberikan banyak manfaat untuk 
pembaca maupun penulis. 
1. Bagi Penulis 
a. Sebagai sarana dalam pengaplikasian pengetahuan  yang diperoleh 
selama menempuh perkuliahan di Fakultas Ilmu Komputer Universitas 
Brawijaya. 
b. Memperoleh ilmu dan pengetahuan tentang Teknologi Jaringan Mobile 
Ad Hoc Network (MANET) beserta protokol routing-nya. 
 
2. Bagi Pembaca 
a. Memberi wawasan tentang Mobile Ad Hoc Network (MANET) dan 
protokol routingnya. 
b. Sebagai referensi, bahan dan dasar teori yang dapat digunakan oleh 
Mahasiswa Fakultas Ilmu Komputer Universitas Brawijaya maupun 
Mahasiswa luar Universitas Brawijaya dalam penelitian yang akan 
dilakukan selanjutnya. 
1.5 Batasan Masalah 
Batasan masalah yang telah ditetapkan pada penelitian ini adalah sebagai 
berikut:  
1. Protokol yang diuji adalah DSDV dan FSR. 
2. Simulator yang digunakan adalah NS2. 
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1.6 Sistematika Pembahasan 
Sistematika dalam penulisan skripsi ini dapat dijabarkan sebagai berikut: 
Bab 1  : Pendahuluan  
Menjelaskan isi dari latar belakang , menjelaskan isi dari rumusan 
masalah, menunjukkan batasan masalah, menyampaikan tujuan, 
manfaat dan menjabarkan sistematika penulisan  
Bab 2 : Landasan Kepustakaan 
Menguraikan kajian pustaka dan dasar teori yang mendasari 
penelitian, teknologi MANET dan protokol routing yang digunakan 
dalam simulasi. 
Bab 3 : Metodologi Penelitian 
Menjabarkan metode dan langkah kerja yaitu, mengenai studi 
literatur, analisis kebutuhan simulasi, pera.ncangan sistem, 
implementasi dan analisis serta pengambilan kesimpulan. 
Bab 4 : Rancangan dan Implementasi 
Menjabarkan bagaimana proses perancangan sampai proses 
implementasi dari sistem 
Bab 5 : Hasil dan Analisis 
Berisi hasil dari pengujian yang telah dilakukan dan hasil dari analisis 
sistem yang sudah disimulasikan.  
Bab 6     : Kesimpulan dan Saran 
Berisi pernyataan kesimpulan berdasarkan dari hasil pengujian simulasi 
yang dilakukan, serta berisi saran yang dapat digunakan untuk bahan 













BAB 2 LANDASAN KEPUSTAKAAN 
2.1 Kajian Pustaka 
Pada sub bab kajian pustaka ini, memperlihatkan tabel perbandingan 
penelitian terdahulu. Penelitian terdahulu ini dapat digunakan untuk 
mempermudah peneliti dalam  menunjukkan kontribusi yang akan diberikan 
dalam penelitian sekarang dibandingkan dengan penelitian sebelumnya. Adapun 
penelitian yang sebelumnya sudah pernah dilakukan , ditampilkan pada Tabel 2.1 
sebagai berikut. 
1  Tabel 2.1 Perbandingan Dengan Penelitian Terdahulu 
No. 
Nama Penulis, 







1.  Moch. Kurniawan 





d.an Fisheye State 











reaktif  TORA 
dengan protokol 
proaktif  FSR 





















Mobile Ad Hoc 
Network 
(MAN.ET) 



























3. Desy Ulina Purba. 
(2017). Analisis 
Kinerja Protokol 








dan FSR pada 
Membandingkan 
protokol DSDV 






dan Fisheye State 
Routing (FSR) 
pada Mobile Ad 
Hoc Nertwork. 




















2.2 Dasar Teori  
 Bagian dasar teori ini menjelaskan teori-teori yang digunakan untuk 
pedoman p.enelitian, teori tersebut diantara adalah teori tentang Mobile Ad Hoc 
Network, Routing Protocol, Destination Sequenced Distance Vector, Fisheye State 
Routing, Network Simulator 2, Waktu Konvergensi, Average End to End Delay, 
Routing Overhead.  
2.2.1 Mobile Ad Hoc Network 
 Mobile Ad Hoc Network (MANET) adalah jaringan nirkabel yang terdiri 
atas dua perangkat atau lebih dan bersifat bergerak bebas (mobile node) yang 
melakukan komunikasi antara satu dengan yang lain dan tidak terpaku pada 
infrastruktur yang tetap. (Salman & widyaningrum, 2013). MANET adalah 
sekumpulan perangkat mobile yang membentuk jaringan yang tidak terdapat 
pusat administrasi. Setiap perangkat yang ada dalam jaringan dapat berperan 
sebagai router, forwarding paket data bagi perangkat lain. (Misbah, 2013) 
karakteristik pembeda yang dimiliki  MANET adalah device yang ada pada 
MANET berfungsi sebagai router yang dapat berperan dalam menentukan alur 
tujuan yang akan dipilih, sehingga tidak memerlukan lagi sebuah router. (Phile, 
2008).  
Karakteristik yang dimiliki MANET dapat dilihat dibawah ini (Corson & Macker, 
2015):  
1. MANET merupakan topologi yang bersifat  dinamis, yaitu node-node yang 
ada dapat bergerak dengan bebas, sehingga memungkinkan terjadi 
hubungan satu aarah dan bisa juga dua arah.   
2. Bandwith yang terbatas, dikarenakan MANET merupakan jaringan yang 
nirkabel, maka jaringan tersebut memiliki kapasitas yang rendah, hal ini 
berbeda dengan jaringan yang menggunakan kabel. 
3. MANET dibatasi dengan energi yang ada, dikarenakan node yang ada pada 
MANET merupakan node yang bersifat mobile, sehingga memerlukan 




4. MANET juga dibatasi dengan keamanan jaringan, dikarenakan MANET 
adalah jaringan nirkabel yang dapat bergerak, sehingga dapat dengan mudah 
terancam keamanan fisik, hal ini berbeda dengan jaringan yang 
menggunakan kabel.  
 
MANET dapat dipahami secara jelas, dengan melihat Gambar 2.1, yang berisi 
node yang ada di dalam MANET dapat saling berkomunikasi. Berikut adalah 
tampilan dari Topologi Mobile Ad Hoc Network. 
Gambar 2.1 Topologi Mobile Ad Hoc Network 
Sumber: (Sulastri, 2013) 
 
2.2.2 Routing Protocol 
Routing protocol merupakan sebuah pengambilan keputusan untuk 
menentukan bagaimana sebuah node  meneruskan paket yang diterima ke node 
tetangganya agar paket tersebut sampai ke tujuan.Routing Protocol mampu 
menentukan pilihan rute terbaik dengan spesifik.Routing Protocol memiliki 
perbedaan dengan Routing berdasarkan kegunaan dan perannya. Cara kerja dari 
Routing Protocol yaitu dengan melihat hubungan atau interaksi yang ada pada 
node, maka Routing Protocol memperbolehkan node supaya menyebarkan  
informasi kepada node yang ada di dekatnya. Setiap node hanya memiliki 
informasi  tentang node yang tersambung padanya. Kemudian routing protocol 
membagikan informasi node satu dengan yang lain, sehingga semua node dalam 
satu jaringan tersebut akan terhubung satu dengan yang lain. Lalu tugas routing 
protocol selanjutnya adalah menentukan rute terbaik yang akan dilewati ketika 
sebuah paket akan dikirimkan. (Soleh, Istikmal, & Purwanto, 2011) 
 
  Berikut adalah klasifikasi dari protokol routing berdasarkan sifatnya: 
1. Protokol Proaktif 
Pada protokol ini setiap node memperbarui tabel routing miliknya yang 
mengandung informasi tentang topologi jaringan ad hoc setiap waktu yang 
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ditentukan meskipun tidak sedang akan mengirim paket. Tabel routing akan 
diperbarui secara periodik dalam jangka waktu tertentu meskipun tidak ada 
perubahan topologi jaringan (Dhenakaran & Parvathavarthini, 2013). Contoh 
Table-driven routing : DSDV (Destination Sequenced Distance Vector), CGSR 
(Clusterhead Gateway Switch Routing), WRP (Wireless Routing Protocol) 
2. Protokol Reaktif 
Protokol routing ini, dapat melakukan rute pada saat diperlukan. Di dalam 
protokol ini ketika node source memerlukan routing dari node destinasi, maka 
secara langsung node source akan melakukan pencarian rute. Ketika rute 
berhasil ditemukan, protokol ini akan melakukan pemeliharaan rute sampai 
node source tidak memerlukan lagi.   (Dhenakaran & Parvathavarthini, 2013) 
3. Protokol Hybrid 
Pada protokol hybrid ini menggabungkan kelebihan antara protokol proaktif 
dan protokol reaktif. Proses routing yang dilakukan protokol ini dengan 
menentukan rute awal sebagai acuan informasi bagi node di lingkup jaringan 
ad hoc.  (Samar & Haas, 2004) 
2.2.2.1 Destination Sequenced Distance Vector (DSDV) 
DSDV adalah protokol yang berjenis  proaktif. Dimana saat informasi 
masuk pada table routing maka DSDV memberi sebuah atribut yang baru seperti 
halnya sequenced number, hal ini karena cara kerja DSDV berbasis pada routing 
information protocol atau RIP.  Pada DSDV, terdapat routing table yang terdiri 
dari alamat tujuan, hop seterusnya, metric, serta sequence number yang harus 
disimpan dalam mobile node jaringan ad hoc. Mobile node akan terus menerus 
mengirim pesan berantai, dilakukan karena guna melakukan update isi dari tabel 
routing. (He, 2002). 
 
Pengertian lain dari DSDV adalah Protokol ini menggunakan routing table 
yang dapat menyimpan loncatan atau hop yang berasal dari node awal, 
selanjutnya cost dari node source menuju ke node destinasi, sedangkan untuk 
destination sequence number yang berasal dari node tujuan itu sendiri. Pada 
umumnya algoritma Distance-Vector tidak dapat terlepas dari loop free atau 
yang sering disebut dengan pengulangan, sehingga destination sequence number 
dimanfaatkan agar tidak mengalami looping di dalam suatu proses routing. 
Kegunaan dari Destination sequence number dapat menjaga informasi routing 
table agar menghasilkan informasi terbaru dengan memperbaharui rute lama ke 
rute yang baru. (Sarkar, Basavaraju, & Puttamadappa, 2007) 
 
Cara kerja dari DSDV pada setiap node mengamankan satu rute untuk 
satu tujuan yang ada pada table routing dengan didasari oleh jarak rute 
terpendek. Dalam hal ini, angka destination sequence dapat digunakan untuk 
mencegah terjadinya loop routing. Angka dari sequence dapat ditingkatkan oleh 
sebuah node, jika terjadi perubahan pada node-node sekitar. Angka tersebut 
nantinya akan digunakan untuk menentukan rute-rute alternatif pada tujuan 
yang sama. Pada akhirnya rute yang akan dipilih adalah rute yang memiliki angka 
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paling tinggi. Tipe paket update yang digunakan DSDV untuk memperbarui tabel 
routing adalah paket Update Full Dump dan paket Update Incremental.  
(Soewito, 2016). 
Berikut  merupakan  proses  secara  keseluruhan algoritma routing 
protocol DSDV (Purnomo, 2017): 
a. Pada awal transmisi  sebelum  dijalankan, masing-masing node mempunyai 
tabel yang terdiri dari data node-node yang ada pada jaringan.  
b. Jikalau terjadi sesuatu hal yang menyebabkan perubahan yang ada pada 
topologi  jaringan  setelah paket    data    dikirimkan,    tabel    routing    akan 
dilakukan update secara periodik.  
c. Jika tidak ada permasalahan yang terjadi pada topologi jaringan, maka 
selanjutnya node   akan langsung dikirimkan sesudah   node sumber  dan  
node  tujuan  diinisialisasi,  hingga pada akhirnya paket akan sampai ke node 
tujuan.  
Agar lebih mudah dipahami, berikut  diagram alur proses kerja protokol DSDV: 
 
2Gambar 2.2 Diagram Proses Kerja Protokol DSDV 
2.2.2.2 Fisheye State Routing (FSR) 
FSR merupakan sebuah routing protokol berbasis tabel (table-driven). 
Protokol FSR terdiri dari dua fase yaitu fase pencarian rute (route discovery) dan 
fase pemeliharaan rute (route maintenance). Fisheye State Routing atau FSR 
merupakan jenis routing protocol proaktif (table-driven). Dasar dari FSR adalah 
Link State Protocol yang memiliki karakterisktik kemampuan untuk segera 
memberikan informasi rute (link-state) ketika diperlukan. FSR dapat mengurangi 
banyaknya update pesan link-state yang dikirim setiap node hingga 
mengakibatkan flooding pesan routing. Pengurangan jumlah update informasi 
link-state dilakukan dengan cara protokol FSR lebih sering menyiarkan pesan 
topologi dengan node tetangga yang lebih dekat (dalam cakupan scope). Cara 
kerja dari FSR pada jaringan adalah dengan mengirim banyak pesan update 
pesan link state. Dengan memanfaatkan fisheye, FSR dapat mengurangi jumlah 
pesan update link state dan akan sering bertukar pesan dengan node tetangga 
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yang terdekat. Rute pada protokol FSR selalu sama dengan routing table pada 
setiap paketnya. Update rute dijalankan dengan menggunakan fisheye, sehingga 
node yang ada tidak akan kehilangan akurasi. (Alimi, Sukiswo, & Santoso, 2013). 




3Gambar 2.3 Pemetaan HOP Pada FSR 
FSR secara fungsional mirip dengan LSR karena menjaga topology map di 
setiap node. perbedaan utamanya adalah cara informasi routing yang 
disebarkan. Dalam LSR, paket link state dihasilkan dan disebarkan ke jaringan 
setiap kali  node mendeteksi adanya perubahan pada topologi. Sedangkan di 
dalam FSR, tidak semua jaringan dialiri informasi. Sebagai gantinya, node 
memelihara link state table berdasarkan informasi terbaru yang diterima dari 
node sekitar atau tetangga, dan secara berkala menukarnya dengan tetangga 
lokal saja (tidak disertai flooding). Melalui proses pertukaran ini, entri tabel 
dengan nomor urut yang lebih besar menggantikan yang dengan nomor urut 
yang lebih kecil. pertukaran tabel periodik FSR menyerupai pertukaran vektor 
dengan tetangga lokal saja (tidak disertai flooding). melalui proses pertukaran ini, 
entri tabel dengan nomor urut yang lebih besar menggantikan yang dengan 
nomor urut yang lebih kecil. pertukaran tabel periodik FSR menyerupai 
pertukaran vektor di DSDV, di mana jarak diperbarui sesuai dengan label atau 
nomor urut ditugaskan oleh node yang berasal pembaruan. Namun, dalam Link 
state FSR bukan vektor jarak yang disebarkan. Selain itu, seperti dalam "Linked 
State Routing" (LSR),  topology map secara utuh disimpan di setiap node dan 
jalur terpendek dihitung menggunakan map ini. (Sarkar, Basavaraju, & 
Puttamadappa, 2007) 
Rute yang ada pada FSR dalam setiap paket data disesuaikan dengan tabel 
routing yang ada. Informasi yang terbaru adalah informasi yang digunakan oleh 
tabel routing. Pada saat proses melakukan update rute pada ruang lingkup 
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fisheye, akurasi pada node tidak akan terganggu. Parameter scope dalam hal ini 
mengendalikan proses pertukaran informasi node untuk update link-state 
dengan node terdekat. Node yang terletak di luar area, menyebabkan tingkat 
akurasi informasi routing menjadi berkurang. Untuk itu proses update node 
tetangga yang ada di luar scope dapat dikendalikan oleh parameter time period 
of update (TPU). (Alimi, Sukiswo, & Santoso, 2013) 
Karakteristik yang dimiliki oleh Fisheye State Routing (FSR) adalah informasi 
dapat ditangkap di dalam jangkauan scope yang mengakibatkan adanya 
informasi yang akurat, tetapi jika informasi berada di  luar jangkauan fokus maka 
informasi tersebut tidak jelas. Hal ini disebabkan karena proses update sesering 
mungkin apabila node mempunyai jangkauan yang dekat akan menyebabkan 
ukuran pesan menjadi berkurang pada tiap levelnya. Pada hal tersebut, 
menjadikan update yang tepat bagi node dengan jangkauan yang dekat serta 
dapat menciptakan latency yang besar bagi node dengan jangkauan yang jauh. 
Jadi rute akan semakin akurat dan efektif apabila paket dekat dengan tujuan 
(Suprayugi, 2019). 
Cara kerja Fisheye State Routing (FSR) dalam mengurangi routing overhead 
adalah dengan cara menggunakan fisheye dalam upaya menyiarkan routing yang 
didalamnya dapat memperbarui informasi dengan macam-macam frekuensi yang 
berbeda. Fisheye State Routing (FSR) protokol routing memanfaatkan teknologi 
“Fisheye” dalam upaya mendistribusikan suatu informasi dan semua jaringan 
tidak selalu mendapatkan informasi routing update, karena protokol routing ini 
tidak menyiarkannya di semua jaringan. Hal tersebut bertujuan untuk 
mengurangi adanya overhead yang dikarenakan oleh pembaharuan informasi, 
sedangkan jika terjadi perubahan pada suat node, maka link state routing 
protocol pada teknologi ini akan  menyebabkan suatu router yang dapat 
memperbaharui informasi pada semua jaringan. (Sitompul, Negara, & Sanjoyo, 
2018) 
FSR secara fungsional mirip dengan LSR karena menjaga topology map di 
setiap node. perbedaan utamanya adalah cara informasi routing yang 
disebarkan. Dalam LSR, paket link state dihasilkan dan disebarkan ke jaringan 
setiap kali  node mendeteksi adanya perubahan pada topologi. Sedangkan di 
dalam FSR, tidak semua jaringan dialiri informasi. Sebagai gantinya, node 
memelihara link state table berdasarkan informasi terbaru yang diterima dari 
node sekitar atau tetangga, dan secara berkala menukarnya dengan tetangga 
lokal saja (tidak disertai flooding). Melalui proses pertukaran ini, entri tabel 
dengan nomor urut yang lebih besar menggantikan yang dengan nomor urut 
yang lebih kecil. pertukaran tabel periodik FSR menyerupai pertukaran vektor 
dengan tetangga lokal saja (tidak disertai flooding). melalui proses pertukaran ini, 
entri tabel dengan nomor urut yang lebih besar menggantikan yang dengan 
nomor urut yang lebih kecil. pertukaran tabel periodik FSR menyerupai 
pertukaran vektor di DSDV, di mana jarak diperbarui sesuai dengan label atau 
nomor urut ditugaskan oleh node yang berasal pembaruan. Namun, dalam Link 
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state FSR bukan vektor jarak yang disebarkan. Selain itu, seperti dalam "Linked 
State Routing" (LSR),  topology map secara utuh disimpan di setiap node dan 
jalur terpendek dihitung menggunakan map ini. (Sarkar, Basavaraju, & 
Puttamadappa, 2007) 
Rute yang ada pada FSR dalam setiap paket data disesuaikan dengan tabel 
routing yang ada. Informasi yang terbaru adalah informasi yang digunakan oleh 
tabel routing. Pada saat proses melakukan update rute pada ruang lingkup 
fisheye, akurasi pada node tidak akan terganggu. Parameter scope dalam hal ini 
mengendalikan proses pertukaran informasi node untuk update link-state 
dengan node terdekat. Node yang terletak di luar area, menyebabkan tingkat 
akurasi informasi routing menjadi berkurang. Untuk itu proses update node 
tetangga yang ada di luar scope dapat dikendalikan oleh parameter time period 
of update (TPU). (Alimi, Sukiswo, & Santoso, 2013) 
Karakteristik yang dimiliki oleh Fisheye State Routing (FSR) adalah informasi 
dapat ditangkap di dalam jangkauan scope yang mengakibatkan adanya 
informasi yang akurat, tetapi jika informasi berada di  luar jangkauan fokus maka 
informasi tersebut tidak jelas. Hal ini disebabkan karena proses update sesering 
mungkin apabila node mempunyai jangkauan yang dekat akan menyebabkan 
ukuran pesan menjadi berkurang pada tiap levelnya. Pada hal tersebut, 
menjadikan update yang tepat bagi node dengan jangkauan yang dekat serta 
dapat menciptakan latency yang besar bagi node dengan jangkauan yang jauh. 
Jadi rute akan semakin akurat dan efektif apabila paket dekat dengan tujuan 
(Suprayugi, 2019). 
Cara kerja Fisheye State Routing (FSR) dalam mengurangi routing overhead 
adalah dengan cara menggunakan fisheye dalam upaya menyiarkan routing yang 
didalamnya dapat memperbarui informasi dengan macam-macam frekuensi yang 
berbeda. Fisheye State Routing (FSR) protokol routing memanfaatkan teknologi 
“Fisheye” dalam upaya mendistribusikan suatu informasi dan semua jaringan 
tidak selalu mendapatkan informasi routing update, karena protokol routing ini 
tidak menyiarkannya di semua jaringan. Hal tersebut bertujuan untuk 
mengurangi adanya overhead yang dikarenakan oleh pembaharuan informasi, 
sedangkan jika terjadi perubahan pada suat node, maka link state routing 
protocol pada teknologi ini akan  menyebabkan suatu router yang dapat 
memperbaharui informasi pada semua jaringan. (Sitompul, Negara, & Sanjoyo, 
2018) 
2.2.3 Network Simulator (NS2) 
Network simulator (NS2) merupakan sebuah aplikasi simulasi yang pada 
dasarnya bekerja di sistem linux, namun dapat juga bekerja pada Windows, yaitu 
dengan melakukan penginstalan cygwin terlebih dahulu, karena cygwin disini 
merupakan  linux environment dari NS2. NS2 dapat mensimulasikan jaringan 
TCP/IP. Macam-macam protokol yang didukung oleh NS2 adalah seperti TCP, 
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UDP dan RTP dengan sumber trafik (FTP, Telnet dan CBR). Selain pada Windows, 
NS2 juga dapat menerapkan MAC di berbagai macam media, seperti contoh pada 
media jaringan kabel yaitu  LAN, WAN dan point to poin, selain jaringan kabel 
dapat juga pada jaringan nirkabel contohnya yaitu mobile IP, WPAN, WLAN,  dan 
yang dapat dilakukan oleh NS2 juga adalah dapat melakukan simulasi hubungan 
yang terjadi antar node di tiap jaringan yang menggunakan satelit. (Adityas, 
Sukiswo, & Zahra, 2012) 
Berikut adalah penjelasan tentang keuntungan menggunakan Network 
Simulator 2 (NS2) (Kadir, 2013): 
1. NS2 dilengkapi dengan tool validasi. Tool validasi digunakan untuk menguji 
validitas pemodelan yang ada pada NS2. Secara default, semua pemodelan 
pada ns akan dapat melewati proses validasi ini. Validasi dapat dilakukan di 
console saat direktori NS2, dengan begitu secara otomatis berarti sudah 
melakukan validasi pemodelan protokol yang ada pada library NS2 juga. 
2. Dalam hal pembuatan rancangan simulasi, NS2 jauh lebih mudah daripada 
menggunakan software developer seperti Delphi atau c++. Pengerjaannya 
hanya dengan membuat desain topologi dan skenario simulasi yang sesuai 
dengan riset. Pada Library NS2 juga telah menyediakan protocol dan netwok 
komponen lengkap sekaligus perilaku trafiknya dan pemodelan media. 
NS2 merupakan aplikasi yang bersifat open source di bawah Gnu Public 
License (GPL), sehingga aplikasi tersebut bisa didownload dan digunakan 
secara gratis melalui website http://www.isi.edu/nsnam/dist. Kelebihan dari 
open source juga membuat pengembangan penelitian menggunakan NS2 
menjadi lebih luas perkembangannya. Kelebihan NS2 yang lain terdapat dalam 
pemodelan media, protokol, komponen network dan perilaku trafik yang 
cukup lengkap apabila dibandingkan dengan software simulator jaringan jenis 
lain. Ini disebabkan oleh pengembangan NS2 yang dilakukan oleh banyak 
peneliti dunia. 
 
2.2.4 Mobilitas Node  
 Mobilitas node merupakan pergerakan yang ada pada node. Setiap node 
memiliki karakteristik yang berbeda. Adapun variasi dari mobilitas node untuk 
dijadikan pedoman pada penelitian adalah sebagai berikut. 
 2.2.4.1 Random Way Point 
Pada pergerakan Random Way Point, memiliki bentuk pergerakan bahwa 
setiap node akan menentukan koordinat acak. kemudian bergerak lurus pada 
kecepatan yang telah ditentukan. Di dalam pergerakannya, Random Way Point  
ini  melibatkan pause time dan node yang terdapat dalam suatu area, melakukan 
pergerakan  secara acak ke tempat  tujuannya, kecepatan penyaluran yang 




2.2.4.2 Mobilitas Static 
Mobilitas static merupakan mobilitas yang mempunyai karakter hanya 
diam. Berdasarkan karakteristik yang dimiliki tersebut, hal ini menyebabkan node 
tetap berada di tempat awal mulanya ditetapkan, dengan begitu node tersebut 
akan tetap berada pada tempat yang telah ditentukan dari awal hingga akhir 
simulasi. (Rachman, 2019) 
2.2.5 Parameter Pengukuran 
Penggunaan parameter pada penelitian perbandingan kinerja protokol 
DSDV dan FSR terhadap model node tetap dan node bergerak ada tiga, yaitu 
waktu konvergensi, avrage end to end delay dan routing ovrhead.  
 2.2.5.1 Waktu Konvergensi (Convergence Time)  
Konvergensi adalah salah satu istilah dalam routing, suatu kondisi dimana 
semua router telah mempunyai routing tabel mereka sendiri sacara tetap dan 
konsisten. Jaringan yang konvergensi ketika semua router telah mendapatkan 
hasil lengkap dan akurat mengenai informasi jaringan. Waktu konvergensi adalah 
waktu pada saat semua router berbagi informasi, menghitung jalur terbaik, dan 
memperbarui Routing tabel.  Dalam hal ini, jaringan tidak akan berhenti 
beroperasi sampai semua network mendapatkan status konvergensi, 
kebanyakan jaringan mempunyai waktu yang singkat untuk mengubah statusnya 
menjadi konvergensi. (Graziani & Johson , 2008) 
2.2.5.2 Average End to End Delay 
Pada parameter end to end delay ini memiliki pengertian, suatu waktu   
yang dibutuhkan paket yang telah dikirim dari node menuju node lainnya. 
Average end to end delay dapat dihitung pada saat time delay.  Average end to 
end delay dapat diketahui menghitung rata-rata jumlah waktu paket yang 
diterima dikurangi jumlah paket waktu dikirim kemudian dibagi seberapa banyak 
jumlah paket . (Pancawindu, 2013). Agar lebih mudah dipahami, berikut susunan 
rumus untuk menghitung average end to end delay :  
Average End-to End Delay =  




2.2.5.3 Routing Overhead 
Routing Overhead merupakan jumlah total dari paket routing yang 
ditransmisikan selama simulasi dijalankan. Pada saat  dua buah protokol 
digunakan dalam lingkungan yang sama, nilai jumlah paket routing yang 
membentuk protokol tersebut berbeda.  Hal  tersebut mempengaruhi nilai 
efisiensi sebuah protokol atau bahkan secara tidak langsung akan mempengaruhi 











BAB 3 METODOLOGI PENELITIAN 
Bab ini menjelaskan tahapan yang akan dilakukan untuk menyelesaikan 
penelitian, meliputi studi literatur dan pengkajian literatur, analisis kebutuhan 
simulasi, perancangan simulasi, implementasi program, pengujian dan analisis 
hasil, kesimpulan dan saran. Tahapan untuk metode penelitian dapat dilihat pada 
Gambar 3.1 sebagai berikut: 





3.1 Studi Literatur 
Studi literatur merupakan kajian teori yang ditujukan untuk mendukung 
penyelesaian tugas akhir yang dikerjakan. Teori-teori pendukung meliputi : 
1. Kajian Pustaka 
2. Mobile Ad Hoc Network (MANET) 
3. Destination Sequence Distance Vector (DSDV) routing protocol 
4. Fisheye State Routing (FSR) routing protocol 
5. Network Simulator 2 (NS2) 
3.2 Analisa Kebutuhan 
Analisis kebutuhan merupakan penjabaran untuk menentukan hal apa saja 
yang dibutuhkan dalam membuat dan menguji simulasi protokol routing DSDV 
dan FSR di MANET. Analisis kebutuhan terdiri dari penjelasan tentang hal-hal 
yang dibutuhkan baik perangkat keras pendukung maupun perangkat lunak 
pendukung. 
Perangkat lunak atau software pendukung yang dibutuhkan untuk melakukan 
simulasi adalah sebagai berikut: 
1. Sistem Operasi Ubuntu 
2. Simulator NS2 
Sedangkan Perangkat keras pendukung yang diperlukan merupakan  
perangkat keras yang akan digunakan untuk pengaplikasian dari kebutuhan 
perangkat lunak yang dibutuhkan . Spesifikasi kebutuhan perangkat keras yang 
digunakan adalah laptop dengan spesifikasi sebagai berikut. 
1. CPU Intel Core I5 
2. RAM (Random Access Memory) sebesar 4 GB 
3. Hardisk 500 Giga Byte 
 
3.3 Perancangan Sistem 
Perancangan sistem yang akan dibuat pada penelitian ini adalah dengan 
menerapkan protokol DSDV dan FSR dalam Network Simulator. Kemudian 
menerapkan node tetap dan node bergerak sebagai node perantara diantara 
node source dan destinasi sesuai dengan skenario yang telah dirancang. 
Kemudian dengan skenario yang sama dijalankan kepada kedua protokol 
tersebut. Hasil dari pengujian kemudian dicatat dan dianalisis dari segi routing 
overhead, rata-rata end to end delay, dan waktu konvergensi.  Untuk penjelasan 
dari perancangan sistem akan dijelaskan lebih detail di bab selanjutnya.  
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3.4  Implementasi  
Implementasi pada sub bab ini berisi penjabaran dari langkah-langkah yang 
dilakukan agar program dapat berjalan sesuai yang direncanakan sehingga 
akhirnya memperoleh data. Implementasi dilakukan sesuai dengan perancangan 
sistem yang akan dibuat. Implementasi meliputi : 
1. Perancangan modul yang dipergunakan untuk simulasi dan untuk area 
simulasi 
2. Konfigura .si protokol routing 
3. Konfigura .si pergerakan node 
4. Konfigura .si pengiriman data 
5. Jalankan simulasi sesuai skenario 
3.5 Pengujian dan Analisis 
Pengujian dan analisis merupakan langkah-langkah yang dilakukan oleh 
penulis untuk memperoleh data untuk dianalisis. Pengujian dilakukan dengan 
skenario yang telah disusun dalam perancangan penelitian. Kemudian hasil dari 
pengujian tersebut dicatat dan dianalisis sesuai dengan parameter yang telah 
ditentukan, yaitu : waktu konvergensi, end to end delay, dan routing overhead. 
3.6 Pengambilan Kesimpulan 
Pengambilan kesimpulan merupakan tahapan terakhir dalam penelitian. 
Kesimpulan diambil dari awal penelitian sampai akhir pengujian pada sistem 
yang telah dirancang untuk kemudian disesuaikan dengan tujuan penelitian. 
Kemudian dalam penelitian ini penulis diharapkan memberikan saran yang 















BAB 4 RANCANGAN DAN IMPLEMENTASI 
4.1 Perancangan Area Pengujian 
 Peranca.ngan area peng.ujian ini berisikan penggambaran proses atau 
tahapan sebelum implementasi pengujian. Pada penelitian ini menggunakan 
simulator NS2, sehingga perancangannya menyesuaikan dengan kondisi yang ada 





















Gambar 5 Gambar 4.1 Alur Perancangan Area pengujian pada NS2 
 
4.2 Perancangan Topologi 
Dalam peran .cangan topologi terdapat desain atau rancangan topologi 
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tiga jenis, yaitu node source, node destinasi dan node perantara. Pada setiap 
pengujian yang akan dillakukan, terdapat tiga node source dan tiga node 
destinasi. Node source berfungsi sebagai pengirim data, sedangkan node 
destinasi berfungsi sebagai pene.rima data. Kemudian diantara node destinasi 
dan source tersebut diletakkan sejumlah node yang berperan sebagai router. 
Dengan peran router inilah node source bisa mengirim data kepada node 
destinasi. Pada penelitian ini terdapat rancangan topologi node tetap dan node 
bergerak. 
4.2.1 Perancangan Topologi Node Tetap 
 Perancangan topologi tidak bergerak berisi tentang variasi ju .mlah node 
yang akan digunakan saat pengujian. Berikut merupakan penjelasan tentang 
variasi node yang digunakan untuk pembuatan topologi node tetap: 
1. 3x3 Node 
Pada pengujian terhadap node perantara tidak bergerak berjumlah 9 node. 
Node tersebut tersusun atas 6 node secara vertikal dan 6 node secara horizontal 
hingga membentuk mirip sebuah persegi. Kemudian pada sisi kanan node 
perantara tersebut terdapat tiga node source yaitu node ke-0, ke-10 dan ke-11. 
Sedangkan pada sisi kiri node perantara tersebut terdapat tiga node destinasi 
yaitu node ke-12, ke-13 dan ke-14. Kemudian node source yang terletak di sisi 
kanan node perantara tersebut mengirim paket data kepada node yang terletak 
pada sisi kiri node perantara dalam waktu interval 0,1 detik. Node ke-0 mengirim 
data ke node ke-12, node ke-10 mengirim data ke node ke-14, dan node ke-11 
mengirim data ke node ke-13. Topologi node perantara 3x3 dapat dilihat pada 
Gambar 4.2 dibawah ini. 







2. 4x4 Node 
Pada pengujian terhadap node perantara tidak bergerak berjumlah 16 node. 
Node tersebut tersusun atas 6 node secara vertikal dan 6 node secara horizontal 
hingga membentuk mirip sebuah persegi. Kemudian pada sisi kanan node 
perantara tersebut terdapat tiga node source yaitu node ke-0, ke-17 dan ke-18. 
Sedangkan pada sisi kiri node perantara tersebut terdapat tiga node destinasi 
yaitu node ke-19, ke-20 dan ke-21. Kemudian node source yang terletak di sisi 
kanan node perantara tersebut mengirim paket data kepada node yang terletak 
pada sisi kiri node perantara dalam waktu interval 0,1 detik. Node ke-0 mengirim 
data ke node ke-19, node ke-17 mengirim data ke node ke-21, dan node ke-18 
mengirim data ke node ke-20. Topologi node perantara 4x4 dapat dilihat pada 
Gambar 4.3 dibawah ini. 
 
7Gambar 4.3 Topologi Perantara 4x4 
 
3. 5x5 Node 
Pada pengujian terhadap node perantara tidak bergerak berjumlah 25 node. 
Node tersebut tersusun atas 6 node secara vertikal dan 6 node secara horizontal 
hingga membentuk mirip sebuah persegi. Kemudian pada sisi kanan node 
perantara tersebut terdapat tiga node source yaitu node ke-0, ke-26 dan ke-27. 
Sedangkan pada sisi kiri node perantara tersebut terdapat tiga node destinasi 
yaitu node ke-28, ke-29 dan ke-30. Kemudian node source yang terletak di sisi 
kanan node perantara tersebut mengirim paket data kepada node yang terletak 
pada sisi kiri node perantara dalam waktu interval 0,1 detik. Node ke-0 mengirim 
data ke node ke-28, node ke-26 mengirim data ke node ke-30, dan node ke-27 
mengirim data ke node ke-29. Topologi node perantara 5x5 dapat dilihat pada 




8Gambar 4.4 Topologi Perantara 5x5 
4. 6x6 Node  
Pada pengujian terhadap node perantara tidak bergerak berjumlah 36 node. 
Node tersebut tersusun atas 6 node secara vertikal dan 6 node secara horizontal 
hingga membentuk mirip sebuah persegi. Kemudian pada sisi kanan node 
perantara tersebut terdapat tiga node source yaitu node ke-0, ke-37 dan ke-38. 
Sedangkan pada sisi kiri node perantara tersebut terdapat tiga node destinasi 
yaitu node ke-39, ke-40 dan ke-41. Kemudian node source yang terletak di sisi 
kanan node perantara tersebut mengirim paket data kepada node yang terletak 
pada sisi kiri node perantara dalam waktu interval 0,1 detik. Node ke-0 mengirim 
data ke node ke-39, node ke-37 mengirim data ke node ke-41, dan node ke-38 
mengirim data ke node ke-40. Topologi node perantara 6x6 dapat dilihat pada 
Gambar 4.5 dibawah ini. 





5. 7x7 Node 
Pada pengujian terhadap node perantara tidak bergerak berjumlah 49 node. 
Node tersebut tersusun atas 6 node secara vertikal dan 6 node secara horizontal 
hingga membentuk mirip sebuah persegi. Kemudian pada sisi kanan node 
perantara tersebut terdapat tiga node source yaitu node ke-0, ke-50 dan ke-51. 
Sedangkan pada sisi kiri node perantara tersebut terdapat tiga node destinasi 
yaitu node ke-52, ke-53 dan ke-54. Kemudian node source yang terletak di sisi 
kanan node perantara tersebut mengirim paket data kepada node yang terletak 
pada sisi kiri node perantara dalam waktu interval 0,1 detik. Node ke-0 mengirim 
data ke node ke-52, node ke-50 mengirim data ke node ke-54, dan node ke-51 
mengirim data ke node ke-53. Topologi node perantara 7x7 dapat dilihat pada 
Gambar 4.6 dibawah ini. 
 
10Gambar 4.6 Topologi Perantara 7x7 
 
4.2.2 Perancangan Topologi  Node Bergerak 
 Perancangan topologi node bergerak berisi tentang variasi jumlah node 
yang akan digunakan pada saat pengujian. Berikut adalah penjelasan dari 
masing-masing node perantara yang dipakai dalam simulasi ini. 
1. 60 Node 
Pada pengujian terhadap node perantara yang bergerak secara acak 
berjumlah 60 node. Kemudian pada sisi kanan node perantara tersebut terdapat 
tiga node source yaitu node ke-0, ke-61 dan ke-62. Sedangkan pada sisi kiri node 
perantara tersebut terdapat tiga node destinasi yaitu node ke-63, ke-64 dan ke-
65. Kemudian node source yang terletak di sisi kanan node perantara tersebut 
mengirim paket data kepada node yang terletak pada sisi kiri node perantara 
dalam waktu interval 0,1 detik. Node ke-0 mengirim data ke node ke-63, node 
ke-61  mengirim data ke node ke-65, dan node ke-62 mengirim data ke node ke-
64. Topologi node perantara 60 dapat dilihat pada Gambar 4.7 dibawah ini. 
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11Gambar 4.7 Topologi Perantara 60 
2. 70 Node 
Pada pengujian terhadap node perantara yang bergerak secara acak 
berjumlah 70 node. Kemudian pada sisi kanan node perantara tersebut terdapat 
tiga node source yaitu node ke-0, ke-71 dan ke-72. Sedangkan pada sisi kiri node 
perantara tersebut terdapat tiga node destinasi yaitu node ke-73, ke-74 dan ke-
75. Kemudian node source yang terletak di sisi kanan node perantara tersebut 
mengirim paket data kepada node yang terletak pada sisi kiri node perantara 
dalam waktu interval 0,1 detik. Node ke-0 mengirim data ke node ke-73, node 
ke-71  mengirim data ke node ke-75, dan node ke-72 mengirim data ke node ke-
74. Topologi node perantara 70 dapat dilihat pada Gambar 4.8 dibawah ini. 




3. 80 Node 
Pada pengujian terhadap node perantara yang bergerak secara acak 
berjumlah 80 node. Kemudian pada sisi kanan node perantara tersebut terdapat 
tiga node source yaitu node ke-0, ke-81 dan ke-82. Sedangkan pada sisi kiri node 
perantara tersebut terdapat tiga node destinasi yaitu node ke-83, ke-84 dan ke-
85. Kemudian node source yang terletak di sisi kanan node perantara tersebut 
mengirim paket data kepada node yang terletak pada sisi kiri node perantara 
dalam waktu interval 0,1 detik. Node ke-0 mengirim data ke node ke-83, node 
ke-81  mengirim data ke node ke-85, dan node ke-82 mengirim data ke node ke-
84. Topologi node perantara 80 dapat dilihat pada Gambar 4.9 dibawah ini. 
 
13Gambar 4.9 Topologi Perantara 80 
 
4. 90 Node 
Pada pengujian terhadap node perantara yang bergerak secara acak 
berjumlah 90 node. Kemudian pada sisi kanan node perantara tersebut terdapat 
tiga node source yaitu node ke-0, ke-91 dan ke-92. Sedangkan pada sisi kiri node 
perantara tersebut terdapat tiga node destinasi yaitu node ke-93, ke-94 dan ke-
95. Kemudian node source yang terletak di sisi kanan node perantara tersebut 
mengirim paket data kepada node yang terletak pada sisi kiri node perantara 
dalam waktu interval 0,1 detik. Node ke-0 mengirim data ke node ke-93, node 
ke-91  mengirim data ke node ke-95, dan node ke-92 mengirim data ke node ke-






14Gambar 4.10 Topologi Perantara 90 
 
5. 100 Node 
Pada pengujian terhadap node perantara yang bergerak secara acak 
berjumlah 100 node. Kemudian pada sisi kanan node perantara tersebut 
terdapat tiga node source yaitu node ke-0, ke-101 dan ke-102. Sedangkan pada 
sisi kiri node perantara tersebut terdapat tiga node destinasi yaitu node ke-103, 
ke-104 dan ke-105. Kemudian node source yang terletak di sisi kanan node 
perantara tersebut mengirim paket data kepada node yang terletak pada sisi kiri 
node perantara dalam waktu interval 0,1 detik. Node ke-0 mengirim data ke 
node ke-103, node ke-101  mengirim data ke node ke-105, dan node ke-102 
mengirim data ke node ke-104. Topologi node perantara 100 dapat dilihat pada 
Gambar 4.11 dibawah ini. 
15Gambar 4.11 Topologi Perantara 100 
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4.3 Perancangan Skenario Pengujian 
Peranca.ngan sken .ario peng.ujian merupakan skenario penelitian yang akan 
dilakukan untuk pengujian. Protokol yang akan diterakan adalah protokol routing 
DSDV dan FSR. Pengujian dilakukan dalam area simulasi dengan luas 1000m x 
1000m. Dalam pengujian yang dilakukan terdapat node sender yang mengirim 
data, node receiver yang menerima data, dan node perantara yang berperan 
untuk memforward data. Node perantara diterapkan dalam dua keadaan yakni 
bergerak dan tidak bergerak. Sementara untuk node sender dan receiver tidak 
bergerak. Skenario penelitian model node tetap (fixed) dapat dilihat pada Tabel 
4.1 dibawah ini:   
 
              Ta     bel 2 Tabel 4.1 Skenario Penelitian Model Node Tetap 
Parameter Nilai 
No.de Server 3 
Nod .e Client 3 
Nod .e Perantara 3x3, 4x4, 5x5, 6x6, 7x7 
Besar Data 64 B dan 1024 B 
Wak.tu Si.mulasi 1000s 
Bit.rate 2 Mbps 
Kece.patan Node 0 m/s 
Jen .is Traff .ic CBR/UDP 
Mod .el Mo.bility Fixed/Grid Node 
Jarak Antar Node 150 m 
 
Sedangkan untuk skenario penelitian model node bergerak ditampilkan 
pada Tabel 4.2 dibawah ini:   
                              3 Tabel 4.2 Skenario Penelitian Model Node Bergerak 
Para.meter Nilai 
No.de Ser.ver 3 
No.de Cli.ent 3 
Nod .e Pera.ntara  60, 70, 80, 90, 100 
Besar Data 64 B dan 1024 B 
Are.a Sim.ulasi 1000m x 1000m 
Waktu Simulasi 1000s 
Bitrate 2 Mbps 
Kecep.atan No.de 0 s.d 2 m/s 
Je.nis Traf .fic CBR/UDP 




4.3.1 Skenario Pengujian Terhadap Node Perantara Tetap 
Berdasarkan Variasi Ukuran Paket 
 Pengujian terhadap node perantara tetap dilakukan dengan 
menggunakan jumlah node 3x3, 4x4, 5x5, 6x6, 7x7. Node-node ini disimulasikan 
dengan protokol DSDV dan protokol FSR menggunakan NS2 dengan jarak antar 
node sebesar 150 m dengan ukuran paket sebesar 64 B.  Berikut adalah Tabel 4.3 
Pengujian Penelitian Model Node Tetap Berdasarkan Ukuran Paket 64 B:  
4.Tabel 4.3  Pengujian Node Perantara Tetap Berdasarkan Ukuran Paket 64 B 
Jumlah Node Ukuran Paket  Jarak Antar Node 
3x3 64 B 150 m 
4x4 64 B 150 m 
5x5 64 B 150 m 
6x6 64 B 150 m  
7x7 64 B 150 m  
Pengujian terhadap node perantara tetap berdasarkan ukuran paket 1024 
B dilakukan dengan menggunakan jumlah node 3x3, 4x4, 5x5, 6x6, 7x7. Node-
node ini disimulasikan dengan protokol DSDV dan protokol FSR menggunakan 
NS2 dengan jarak antar node sebesar 150 m.  Berikut adalah Tabel 4.4 Pengujian 
Penelitian Model Node Tetap Berdasarkan Ukuran Paket 1024 B:  
5.Tabel 4.4  Pengujian Node Perantara Tetap Berdasarkan Ukuran Paket 1024 B 
Jumlah Node Ukuran Paket  Jarak Antar Node 
3x3 1024 B 150 m 
4x4 1024 B 150 m 
5x5 1024 B 150 m 
6x6 1024 B 150 m  
7x7 1024 B 150 m  
4.3.2 Skenario Pengujian Terhadap Node Perantara Yang Bergerak 
Berdasarkan Ukuran Paket 
Pengujian terhadap node perantara bergerak dilakukan dengan 
menggunakan node berjumlah 60, 70, 80, 90, 100. Node tersebut disimulasikan 
dengan protokol DSDV dan FSR secara bergiliran pada NS2 dan dengan luas area 
28 
 
1000x1000 m. Parameter ukuran paket 64 B dan kecepatan node  maksimal 2 
m/s. Berikut adalah Tabel 4.5 Pengujian Node Perantara Bergerak Berdasarkan 
Ukuran Paket 64 B: 
6Tabel 4.5  Pengujian Node Perantara Bergerak Berdasarkan Ukuran Paket 64 B 
Jumlah Node Ukuran Paket  Kecepatan Node  Luas Area 
60 64 B 2 m/s 1000 m x 1000 m 
70 64 B 2 m/s 1000 m x 1000 m  
80 64 B 2 m/s 1000 m x 1000 m  
90 64 B 2 m/s 1000 m x 1000 m  
100 64 B 2 m/s 1000 m x 1000 m 
Pengujian terhadap node perantara bergerak berdasarkan ukuran paket 
1024 B, dilakukan dengan menggunakan node berjumlah 60, 70, 80, 90, 100. 
Node tersebut disimulasikan dengan protokol DSDV dan FSR secara bergiliran 
pada NS2 dan dengan luas area 1000x1000 dan kecepatan node  maksimal 2 m/s. 
Berikut adalah Tabel 4.6 Pengujian Node Perantara Bergerak Berdasarkan 
Ukuran Paket 1024 B: 
7Tabel 4.6 Pengujian Node Perantara Bergerak Berdasarkan    Ukuran Paket 
1024 B 
Jumlah Node Ukuran Paket  Kecepatan Node  Luas Area 
60 1024 B 2 m/s 1000 m x 1000 m 
70 1024 B 2 m/s 1000 m x 1000 m  
80 1024 B 2 m/s 1000 m x 1000 m  
90 1024 B 2 m/s 1000 m x 1000 m  
100 1024 B 2 m/s 1000 m x 1000 m 
 
4.4  Implementasi Program  
 Pada tahap implementasi program ini berisi, langkah-langkah dalam 
melakukan simulasi. Pada tahap ini berisi instalasi NS2, konfigurasi protokol 
routing, konfigurasi pergerakan node, konfigurasi pengiriman data. 
4.4.1 Instalasi Network Simulator 2 
Pada penelitian ini memanfaatkan simulator yang bernama Network 
Simulator versi 2.35. Adapun pengoperasiannya dari Network Simulator 2 ini 
dilakukan di sistem operasi Ubuntu. Berikut adalah proses instalasi NS2: 
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1. Mempersiapkan paket-paket yang diperlukan, berikut adalah perintah paket 
pertama yang diperlukan sebelum proses instalasi NS2. 
  
2. Memulai proses instalasi dengan perintah sebagai berikut: 
 
3. Kemudian tulis perintah  source  ~./bashrc. Lalu tuliskan  perintah ns. Seperti 
Gambar 4.12 dibawah ini. apabila prosen install telah berhasil maka akan 
terlihat  tanda ‘%’ di terminal. 
16 Gambar 4.12 Instalasi NS2 Berhasil 
4.4.2 Konfigurasi Protokol Routing 
Pada bab ini menjelaskan bagaimana konfigurasi dari protokol routing 
yang digunakan pada simulasi. Protokol routing yang digunakan adalah DSDV dan 
FSR. Simulasi ini menggunakan konfigurasi standar dari kedua protokol routing 
sehingga konfigurasinya tidak diubah. Dibawah ini adalah Tabel 4.7 yang 
menunjukkan contoh konfigurasi dari protokol routing. 
 8Tabel 4.7 Konfigurasi dari Protokol Routing 
 Pada penelitian ini menggunakan 2 macam protokol routing yaitu DSDV 
dan FSR. Untuk implementasinya maka hal yang dilakukan adalah mengubah set 
val (rp) yang terlihat pada baris nomor 10. Baris no 10 pada Tabel 4.7 diatas 
adalah pengaturan untuk protokol routing yang digunakan pada simulasi. Maka 














set val(chan)     Channel/WirelessChannel;     
set val(prop)     Propagation/TwoRayGround;   
set val(netif)    Phy/WirelessPhy;             
set val(mac)      Mac/802_11;                  
set val(ifq)      Queue/DropTail;           
set val(ll)       LL;                          
set val(ant)      Antenna/OmniAntenna;         
set val(ifqlen)   50;                
set val(nn)       106; 
set val(rp)       DSDV;              
set val(x)        1000;           
set val(y)        1000;           
set val(stop)     1000;        
$ sudo apt-get inst.all tcl8.5-dev tk8.5-dev 
$ sudo apt-get install ns2 
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DSDV dan FSR yang sesuai dengan nama file script Tcl yang dibuat. Untuk 
skenario penelitian luas area yang digunakan adalah 1000mx1000m ditunjukkan 
pada baris 11 dan 12. Untuk jumlah node yang digunakan dalam penelitian 
adalah 106 ditunjukkan pada baris ke 9. Kemudian untuk waktu simulasi yang 
dilakukan adalah selama 1000 s ditunjukkan pada baris 13. 
4.4.3 Konfigurasi Pergerakan Node 
 Pada sub bab ini dijelaskan tipe pergerakan node yang digunakan. Dalam 
penelitian ini dilakukan dua simulasi dengan node perantara yang diam (tidak 
bergerak / fixed), dan node perantara bergerak secara random (random 
waypoint) sebagai perantara pengirim data antara node server dan node client. 
Sedangkan model pergerakan dari node server dan client adalah tetap dan tidak 
bergerak. Berikut adalah tampilan konfigurasi pergerakan Node Bergerak yang 
ditunjukkan pada Tabel 4.8 dibawah ini. 
  











for {set j 1} {$j < 101} {incr j} { 
   $n($j) set X_ [expr {int(1000 * rand())}] 
   $n($j) set Y_ [expr {int(1000 * rand())}] 
   $n($j) set Z_ 0.0 
   $ns_ initial_node_pos $n($j)   15 
   set cursorNode [expr {$j+1}] 
$ns_ at [expr { double(1* rand()) }]  
"$n($j) setdest [expr { double(1000* rand()) }]  
   [expr { double(1000 * rand()) }]  
   [expr { double(2.00 * rand()) }]"} 
 
Dalam mengkonfigurasi pergerakan hal pertama yang dilakukan 
menentukan jumlah node yang akan dikonfigurasi. Hal ini ditunjukkan pada baris 
1 dimana jumlah node yang dikonfigurasi berjumlah 100. Setelah itu menentukan 
posisi awal sebuah node secara acak dengan batas maksimal 1000m x 1000m, 
ditunjukkan pada baris 2, 3, dan 4. Ketika simulasi dijalankan, sistem akan 
memulai pergerakan node pada waktu tertentu, yang ditunjukkan pada baris 7. 
Saat node memulai pergerakan secara acak, node tersebut telah diatur juga oleh 
sistem untuk menuju ke titik tujuan yang telah ditentukan dengan batas 
maksimal tujuan 1000m x 1000m, hal ini ditunjukkan baris 8 dan 9. Dalam 
perjalanannya menuju ke titik tujuan, node berjalan dengan kecepetan tertentu 
dengan kecepatan maksimal 2m/s, yakni ditunjukkan baris 10. 
 
4.4.4 Konfigurasi Pengiriman Data 
 Pada sub bab ini akan dijabarkan konfigurasi protokol pengiriman dan 
komunikasi data yang digunakan. Di dalam simulasi yang dijalankan jenis paket 
data yang dikirim berupa paket UDP. Ukuran paket UDP untuk node bergerak 
1024 B dan untuk node tetap 1024 B. Pada layer aplikasi yang digunakan adalah 
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CBR. Bandwith yang digunakan sebesar 2 Mb. Aplikasi tersebut akan mulai 
mengirim data detik pertama dan akan berakhir sampai berakhirnya simulasi 
tersebut. Dibawah ini adalah Tabel 4.9 yang menunjukkan konfigurasi 
pengiriman data. 
10Tabel 4.9 Konfigurasi Pengiriman Data 
Pertama kali diharuskan untuk melakukan konfigurasi pengiriman data 
adalah menentukan jenis paket data yang akan dikirim berupa paket UDP, 
ditunjukkan baris 1. Setelah menentukan jenis paket langkah selanjutnya adalah 
menentukan jenis aplikasi pengirim paket tersebut adalah CBR, yang ditunjukkan 
pada baris 7. Selanjutnya adalah menentukan jenis tujuan yakni Null, ditunjukkan 
baris 3. Kemudian menetapkan node yang berperan sebagai pengirim dan 
penerima, yakni ditunjukkan pada baris 4 dan 5, setelah itu disambungkan 
seperti pada baris 6. Lalu pada node pengirim perlu ditambahkan aplikasi 
berjalan agar pengiriman data dapat terlaksana, ditunjukkan baris 10.   
Setelah konfigurasi ditingkat node, selanjutnya adalah mengkonfigurasi 
pada sisi aplikasi. Besar paket yang dikirim oleh aplikasi adalah 1024 byte, 
ditunjukkan baris 8.  Kecepatan bitrate pengiriman adalah 2Mb, ditunjukkan 
baris 9. Kemudian menentukan jeda pengiriman data setiap 0,1 detik, 
ditunjukkan baris 11. Dan yang terakhir menentukan waktu kapan aplikasi mulai 
mengirim dan berhenti mengirim data, ditunjukkan oleh baris 12 dan 13.  
4.5 Prosedur  Pengujian 
Prosedur pengujian berisi tentang tahapan yang dilaksanakan saat 
melakukan pengujian. Adapun langkahnya adalah sebagai berikut: 
1. Menjalankan file yang berekstensi .tcl terhadap NS2 dengan perintah : 
2. Dari jendela NAM yang dihasilkan oleh file .tcl tersebut, selanjutnya NAM  
dijalankan  dengan  memilih tombol “start  ►)” di menu bar NAM hingga 














set udp2 [new Agent/UDP] 
$udp2 set window_ 2000 
set null2 [new Agent/Null] 
$ns_ attach-agent  $n($sourceID_3) $udp2 
$ns_ attach-agent  $n($lastID)     $null2 
$ns_ connect $udp2 $null2 
set cbr2 [new Application/Traffic/CBR] 
$cbr2 set packetSize_ 1024  
$cbr2 set rate_ 2 Mb 
$cbr2 attach-agent $udp2 
$cbr2 set interval_ 0.1 
$ns_ at 1.0    "$cbr2 start" 
$ns_ at $val(stop)   "$cbr2 stop" 
$ ns-FSR-32 namafile.tcl 
32 
 
3. Hasil simulasi tersebut akan menghasilkan trace file yang berekstensi .tr. 
4. Trace file tersebut kemudian dianalisis meggunakan file yang berekstensi .awk 
untuk mengukur QoS (Quality of Service) sesuai dengan parameter.  
























BAB 5 HASIL DAN ANALISIS 
 
5.1 Trace File 
Trace file merupakan tampilan hasil dari simulasi yang dilakukan. 
Tampilan hasil output ketika simulasi selesai dilakukan. Dari trace file tersebut 
dapat diketahui nilai dari QoS yang nantinya akan digunakan untuk parameter uji 
bagi peneliti. Berikut adalah contoh tampilan dari trace file. 
Penjelasan dari trace file diatas akan dijelaskan dibawah ini: 
1. Pada tampilan trace file diatas terdapat simbol r, simbol r tersebut 
mempunyai pengertian bahwa r adalah event menerima pesan. 
2. Untuk angka 0.007382977 yang ditunjukkan pada trace file diatas adalah 
menunjukkan waktu event berlangsung.  
3. Selanjutnya angka _89_ yang ditunjukkan pada tampilan trace file diatas 
dapat menunjukkan node dimana event berlangsung. 
4. Untuk keterangan RTR pada trace file diatas memiliki arti bahwa jenis 
pesan yang dikirim berupa pesan routing.  
5. Untuk angka 0 yang ada di trace file diatas dapat memberikan informasi 
nomor paket ID. 
6. Pada tampilan trace file diatas terdapat juga keterangan Message 32, hal 
tersebut merupakan isi dari pesan dan besar dari suatu paket.  
7. Pada tampilan trace file diatas terdapat [0 ffffffff 5a 800], hal tersebut 
merupakan informasi mengenai MAC Address dan Port. 
8. Selanjutnya yang terdapat juga pada tampilan trace file diatas adalah 
90:255, angka tersebut adalah tampilan dari node source dan IP source. 
9. Sedangkan untuk angka 1:255 ini adalah node destinasi dan IP destinasi. 
10. Untuk tampilan trace file diatas terdapat angka 32, angka tersebut 
merupakan suatu Time to Live (TTL). 
11. Untuk penjelasan yang terakhir pada tampilan trace file diatas adalah, 
terdapat angka 0 di akhir, hal ini dapat mempunyai arti kemana paket 
akan diteruskan (forward) atau yang disebut dengan next hop. 
 
5.2 Waktu Konvergensi 
 Pada pengujian yang pertama dilakukan berdasarkan parameter waktu 
konvergensi, adapun pengujiannya dilakukan pada protokol DSDV dan FSR. 
Untuk pengujian pada protokol DSDV dan FSR terhadap node bergerak 
menggunakan variasi node dan variasi ukuran paket. Adapun untuk variasi node 
terdiri dari 60, 70, 80, 90, 100. Adapun untuk variasi ukuran paket terdiri dari 64 
r 0.007382977 _89_ RTR  --- 0 message 32 [0 ffffffff 
5a 800] ------- [90:255 -1:255 32 0] 
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B dan 1024 B. Sedangkan untuk pengujian DSDV dan FSR terhadap node tetap 
menggunakan variasi node dan variasi ukuran paket. Adapun untuk variasi node 
terdiri dari 3x3, 4x4, 5x5, 6x6, 7x7, sedangkan untuk variasi ukuran paket terdiri 
dari 64 B dan 1024 B. 
5.2.1 Tujuan Pengujian 
 Tujuan pengujian menggunakan parameter waktu konvergensi adalah 
sebagai berikut: 
1. Untuk mengetahui rata-rata waktu yang diperlukan suatu node pengirim 
memilih waktu yang terbaik menuju node penerima. 
2. Digunakan untuk melakukan penghitungan seberapa lama waktu yang 
dibutuhkan untuk menemukan rute yang baru apabila rute yang akan dilewati 
tidak ada.  
 
5.2.2 Prosedur Pengujian 
 Untuk menghitung waktu konvergensi melalui trace file adalah 
menghitung jumlah paket yang diterima dalam sebuah node destinasi. Kemudian 
dari masing-masing paket yang diterima tersebut dihitung waktu saat paket 
tersebut diterima, selanjutnya dicari selisih antara waktu tersebut dengan waktu 
paket setelahnya. Hal tersebut terus diulang sampai pada paket yang diterima 
terakhir kali, setelah itu di rata-rata. Berikut Gambar 5.1 merupakan contoh trace 
file pada salah satu node penerima.  
17Gambar 5.1 Contoh Trace File Pada Salah Satu Node Penerima 
5.2.3 Hasil Simulasi 
 Berdasarkan pengujian yang telah dilakukan, hasil yang didapat berupa 
nilai dari waktu konvergensi terhadap node bergerak dan node tetap. Untuk 
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Waktu Konvergensi terhadap node bergerak berdasarkan ukuran paket 64 B 
dapat dilihat dalam Tabel 5.1 berikut ini: 
11Tabel 5.1 Waktu Konvergensi Terhadap Node Bergerak Dengan Ukuran Paket 
64 B 
Node DSDV FSR 
60 0,134 0,081 
70 0,125 0,096 
80 0,145 0,096 
90 0,125 0,109 
100 0,116 0,094 
Untuk Waktu Konvergensi terhadap node bergerak berdasarkan ukuran paket 
1024 B dapat dilihat dalam Tabel 5.2 berikut ini: 
12Tabel 5.2 Waktu Konvergensi Terhadap Node Bergerak Dengan Ukuran Paket 
1024 B 
Node DSDV FSR 
60 0,116 0,2 
70 0,116 0,105 
80 0,129 0,096 
90 0,118 0,096 
100 0,141 0,097 
Untuk waktu konvergensi terhadap node tetap dengan menggunakan ukuran 
paket sebesar 64 B, dapat dilihat dalam Tabel 5.3 berikut ini: 






Sedangkan untuk melihat waktu konvergensi terhadap node tetap 
dengan menggunakan ukuran paket sebesar 1024 B, maa dapat dilihat dalam 
Tabel 5.4 berikut ini: 
 
 
Node DSDV FSR 
3x3 0,099 0,097 
4x4 0,099 0,1 
5x5 0,099 0,098 
6x6 0,1 - 
7x7 0,099 - 
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5.2.4 Analisis  
Berdasarkan pengujian waktu konvergensi yang telah dilakukan, hasil 
yang didapat berupa nilai dari  waktu konvergensi terhadap node bergerak 
berdasarkan ukuran paket 64 B dan 1024 B, serta nilai dari waktu konvergensi 
node tetap berdasarkan ukuran paket 64 B dan 1024 B. Untuk waktu konvergensi 
terhadap node bergerak berdasarkan ukuran paket 64 B dapat dilihat dalam 
Gambar 5.2 Berikut ini 
 
18Gambar  5.2 Waktu Konvergensi Terhadap Node Bergerak Dengan Ukuran 
Paket 64 B 
Berdasarkan Gambar 5.2 telah diperoleh hasil dari penghitungan waktu 
konvergensi pada protokol DSDV dan FSR dengan model node bergerak 
berdasarkan ukuran paket 64 B. Hasil dari pengujian DSDV yaitu, untuk node 60 
menghasilkan 0,134 s, node 70 menghasilkan 0,125 s, node 80 menghasilkan 
0,145 s, untuk node 90 menghasilkan 0,125 s dan untuk node 100 menghasilkan 
0,116 s. Sedangkan hasil dari penghitungan waktu konvergensi FSR yaitu untuk 
node 60 menghasilkan 0,081 s, untuk node 70 menghasilkan 0,096 s, untuk node 
80 menghasilkan 0,096 s, untuk node 90 menghasilkan 0,109 s dan untuk node 













60 70 80 90 100
Waktu Konvergensi Terhadap Node 
Bergerak Dengan Ukuran Paket 64 B 
DSDV
FSR
Node DSDV FSR 
3x3 0,099 0,12 
4x4 0,101 0,194 
5x5 0,108 0,147 
6x6 0,11 - 
7x7 0,12 - 
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Untuk waktu konvergensi terhadap node bergerak berdasarkan ukuran 
paket 1024 B dapat dilihat dalam Gambar 5.3 berikut ini 
 
19Gambar  5.3 Waktu Konvergensi Terhadap Node Bergerak Dengan Ukuran 
Paket 1024 B 
Berdasarkan Gambar 5.3 telah diperoleh hasil dari penghitungan waktu 
konvergensi pada protokol DSDV dan FSR dengan model node bergerak. Hasil 
dari pengujian DSDV yaitu, untuk node 60 menghasilkan 0,116 s, node 70 
menghasilkan 0,116 s, node 80 menghasilkan 0,129 s, untuk node 90 
menghasilkan 0,118 s dan untuk node 100 menghasilkan 0,141 s. Sedangkan hasil 
dari penghitungan waktu konvergensi FSR yaitu untuk node 60 menghasilkan 0,2 
s, untuk node 70 menghasilkan 0,105 s, untuk node 80 menghasilkan 0,096 s, 
untuk node 90 menghasilkan 0,096 s dan untuk node 100 menghasilkan 0,097s.  
Dapat ditarik kesimpulan bahwa protokol FSR lebih unggul dari protokol 
DSDV dalam hal waktu konvergensi. Hal ini dapat dilihat dari grafik FSR yang 
menunjukkan bahwa meskipun terjadi penambahan node, waktu konvergensi 
yang dihasilkan cenderung stabil. Berbeda dengan grafik yang ditunjukkan oleh 
protokol DSDV, terlihat bahwa waktu konvergensi yang dihasilkan cenderung 
meningkat apabila terjadi penambahan node. Alasan protokol FSR lebih baik dari 
protokol DSDV dikarenakan sistem FSR bersifat multi-scope dimana proses 
routing update yang sering dilakukan pada level scope yang sama. Melalui proses 
tersebut waktu yang dibutuhkan untuk membentuk routing akan semakin 
berkurang, sehingga tabel routing akan lebih cepat terbentuk. Berbeda dengan 
DSDV, dimana proses pembentukan tabel routing disebarkan melalui node yang 
terdekat saja, sehingga dalam proses pembentukan routing membutuhkan waktu 
yang lebih lama agar semua node memiliki tabel routing yang sama (konvergen). 
Selanjutnya untuk hasil penghitungan konvergensi pada protokol DSDV 
dan FSR terhadap node tetap dengan menggunakan ukuran paket 64 B dapat 
dilihat pada Gambar 5.4 dibawah ini. 
0,116 0,116 0,129 0,118 
0,141 
0,2 







60 70 80 90 100
Waktu Konvergensi Terhadap Node 






r 20Gambar 5.4 Waktu Konvergensi Terhadap Node Tetap Dengan Ukuran 
Paket 64 B 
Berdasarkan Gambar 5.4 telah diperoleh hasil dari penghitungan waktu 
konvergensi pada protokol DSDV dan FSR dengan model node tetap berdasarkan 
ukuran paket 64 B. Hasil dari pengujian DSDV yaitu, untuk node 3x3 
menghasilkan 0,099 s, node 4x4 menghasilkan 0,099 s, node 5x5 menghasilkan 
0,99 s, untuk node 6x6 menghasilkan 0,1 s dan untuk node 7x7 menghasilkan 
0,099 s. Sedangkan hasil dari penghitungan waktu konvergensi FSR yaitu untuk 
node 3x3 menghasilkan 0,097 s, untuk node 4x4 menghasilkan 0,1 s, untuk node 
5x5 menghasilkan 0,098 s. Sedangkan dalam node 6x6 dan 7x7 protokol FSR 
tidak dapat berjalan, hal ini dikarenakan protokol FSR hanya dapat membentuk 
scope lingkungan yang kecil, oleh sebab itu apabila terdapat node yang berada di 
luar jangkauan, maka proses update tabel routing akan lebih jarang dilakukan 
sehingga dalam penentuan rute ada kemungkinan dapat mengalami kegagalan. 
Untuk hasil penghitungan konvergensi pada protokol DSDV dan FSR 
terhadap node tetap dengan menggunakan ukuran paket 1024 B dapat dilihat 
pada Gambar 5.5 dibawah ini. 
 
r 21Gambar 5.5 Waktu Konvergensi Terhadap Node Tetap Dengan Ukuran 
Paket 1024 B 
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 Berdasarkan grafik pada Gambar 5.5 dapat dijelaskan bahwa nilai dari 
penghitungan waktu konvergensi pada DSDV dan FSR dengan model node tetap. 
Hasil pengujian DSDV yaitu untuk node 3x3 adalah 0,099 s, untuk node 4x4 
adalah 0,101 s, untuk node 5x5 adalah 0,108 s, untuk node 6x6 adalah 0,11 s, 
untuk node 7x7 adalah 0,12s. Sedangkan untuk hasil pengujian FSR yaitu, untuk 
node 3x3 adalah 0,12 s, untuk node 4x4 adalah 0,194 s, untuk node 5x5 adalah 
0,147 s. Sedangkan dalam node 6x6 dan 7x7 protokol FSR tidak dapat berjalan, 
hal ini dikarenakan protokol FSR hanya dapat membentuk scope lingkungan yang 
kecil, oleh sebab itu apabila terdapat node yang berada di luar jangkauan, maka 
proses update tabel routing akan lebih jarang dilakukan sehingga dalam 
penentuan rute ada kemungkinan dapat mengalami kegagalan. 
Dapat dilihat bahwa hasil dari penghitungan waktu konvergensi DSDV 
lebih unggul dari FSR. Hal ini dikarenakan dalam node tetap yang disusun oleh 
peneliti memiliki jarak yang sama antara node satu dengan yang lainnya, 
sehingga apabila dalam sebuah pengiriman paket terjadi kendala dalam 
pencarian rute maka protokol DSDV dapat dengan mudah mencari rute alternatif 
yang lain.  
5.3 Average End To End Delay 
Pada pengujian yang kedua dilakukan berdasarkan average end to end 
delay, adapun pengujiannya dilakukan pada protokol DSDV dan FSR. Untuk 
pengujian pada protokol DSDV dan FSR terhadap node bergerak menggunakan 
variasi node dan variasi ukuran paket. Adapun variasi node terdiri dari 60, 70, 80, 
90, 100. Untuk variasi ukuran paket terdiri dari 64 B dan 1024 B. Sedangkan 
untuk pengujian DSDV dan FSR terhadap node tetap menggunakan variasi node 
dan variasi ukuran paket. Adapun untuk variasi node terdiri dari 3x3, 4x4, 5x5, 
6x6, 7x7, sedangkan untuk variasi ukuran paket terdiri dari 64 B dan 1024 B. 
5.3.1 Tujuan Pengujian 
Tujuan pengu .jian menggunakan parameter average end to end delay 
adalah sebagai berikut: 
1. Untuk mengetahui rat .a-rata waktu yang dibutuhkan suatu paket data dari 
node pengirim sampai node tujuan.  
2. Untuk menge .tahui kualitas suatu jaringan, dalam hal ini kualitas jaringan 
dari protokol DSDV dan protokol FSR. 
5.3.2 Prosedur Pengujian 
 Untuk menghitung end to end delay dilakukan dengan cara menghitung 
waktu saat paket diterima di node tujuan lalu dikurangi dengan waktu saat paket 
tersebut mulai dikirim oleh node pengirim. Saat menghitung end to end delay 
peneliti harus memastikan bahwa paket ID yang diuji harus memiliki paket ID 
yang sama. Gambar 5.6 dibawah ini adalah contoh analisis end to end delay oleh 
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paket ID 11875. Dari trace file yang ditunjukkan pada Gambar 5.6 dibawah ini 
peneliti juga dapat menelusuri jalur mana saja yang telah dilewati paket dengan 
ID 11875.  
 
22Gambar  5.6 Contoh Trace File Pada Salah Satu Paket dengan ID 11875 
5.3.3 Hasil Simulasi 
Berdasarkan pengujian yang telah dilakukan, hasil yang didapat berupa 
nilai dari End to End Delay terhadap node bergerak dengan menggunakan ukuran 
paket 64 B dan 1024 B, serta nilai dari end to end delay node tetap berdasarkan 
ukuran paket 64 B dan 1024 B. Untuk End to End Delay terhadap node bergerak 
berdasarkan ukuran paket 64 B dapat dilihat dalam Tabel 5.5 berikut ini. 
Tabel 15.2Tabel 5.5 End to End Delay Terhadap Node Bergerak Dengan Ukuran 
Paket 64 B 
Node DSDV FSR 
60 138,376 18,957 
70 24,051 18,333 
80 65,447 24,265 
90 103,126 41,945 
100 150,764 26,472 
Untuk End to End Delay terhadap node bergerak berdasarkan ukuran 
paket 1024 B dapat dilihat dalam Tabel 5.6 berikut ini. 
Tabel 16.2Tabel 5.6 End to End Delay Terhadap Node Bergerak Dengan Ukuran 
Paket 1024 B 
Node DSDV FSR 
60 20,588 18,376 
70 36,339 36,356 
80 42,125 21,416 
90 64,427 15,459 
100 99,581 12,46 
Untuk End to End Delay terhadap node tetap berdasarkan ukuran paket 
64 B dapat dilihat dalam Tabel 5.7 berikut ini 
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Tabel 17.2Tabel 5.7 End to End Delay Terhadap Node Tetap Dengan Ukuran 
Paket 64 B 
Node DSDV FSR 
3x3 22,254 39,959 
4x4 27,174 139,45 
5x5 31,583 26,799 
6x6 35,676 - 
7x7 41,352 - 
Untuk End to End Delay terhadap node tetap berdasarkan ukuran paket 
1024 B dapat dilihat dalam Tabel 5.8 berikut ini 
Tabel 18.2Tabel 5.8 End to End Delay Terhadap Node Tetap Dengan Ukuran 
Paket 1024 B 
Node DSDV FSR 
3x3 56,677 1153,95 
4x4 71,936 4930,79 
5x5 89,554 2550,73 
6x6 112,825 - 
7x7 345,84 - 
 
5.3.4 Analisis 
Berdasarkan pengujian End to End Delay yang telah dilakukan, hasil yang 
didapat berupa nilai dari End to End Delay terhadap node bergerak berdasarkan 
ukuran paket 64 B dan 1024 B, serta nilai End to End Delay dari node tetap 
berdasarkan ukuran paket 64 B dan 1024 B. Berikut adalah Gambar 5.7 yang 
menampilkan perbandingan end to end delay terhadap node bergerak dengan 
ukuran paket 64 B.  
 
23Gambar 5.7 Grafik End to End Delay Terhadap Node Bergerak Dengan 
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Berdasarkan Gambar 5.7 telah diperoleh hasil dari penghitungan End to 
End Delay pada protokol DSDV dan FSR dengan model node bergerak 
berdasarkan ukuran paket 64 B. Hasil dari pengujian DSDV yaitu, untuk node 60 
menghasilkan  138,376 m/s, node 70 menghasilkan 24,051 m/s, node 80 
menghasilkan 65,447 m/s, untuk node 90 menghasilkan 103,126 m/s dan untuk 
node 100 menghasilkan 150,764 m/s. Sedangkan hasil dari End to End Delay FSR 
yaitu untuk node 60 menghasilkan 18,957 m/s, untuk node 70 menghasilkan 
18,333 m/s, untuk node 80 menghasilkan 24,265 m/s, untuk node 90 
menghasilkan 41,945 m/s dan untuk node 100 menghasilkan 26, 472 m/s. 
Berikut adalah Gambar 5.8 yang menampilkan perbandingan end to end 
delay terhadap node bergerak dengan ukuran paket 1024 B.  
 
 
24Gambar 5.8 Grafik End to End Delay Terhadap Node Bergerak Dengan 
Ukuran Paket 1024 B 
 
Berdasarkan Gambar 5.8 dapat dilihat bahwa kinerja dari protokol FSR 
lebih baik jika dibandingkan dengan protokol DSDV. Hal ini ditunjukkan dengan 
adanya nilai rata-rata dari end to end delay dari protokol FSR yang terdiri dari 
node 60 menghasilkan 18,376 ms, untuk node 70 menghasilkan 36,356 ms, untuk 
node 80 menghasilkan 21,416 ms, untuk node 90 menghasilkan 15,459 ms, untuk 
node 100 menghasilkan 12,460 ms. Sedangkan untuk protokol DSDV, yaitu untuk 
node 60 menghasilkan 20,588 ms, untuk node 70 menghasilkan 36,339 ms, untuk 
node 80 menghasilkan 42,125 ms, untuk node 90 menghasilkan 64,427 ms, dan 
untuk node 100 menghasilkan 99,581 ms.  
 Dapat disimpulkan bahwa kinerja end to end delay FSR lebih baik 
dibandingkan dengan DSDV karena pada protokol FSR menggunakan multi-scope 
routing dimana setiap node yang berada pada di level scope yang sama akan 
lebih sering melakukan routing update. Keuntungan dari cara kerja secara 
multiscope menjadikan routing table lebih mudah melakukan update. Hal 
tersebut berbeda dengan protokol DSDV, dimana pada saat paket data 
dikirimkan dan secara bersamaan jalurnya terputus, DSDV tidak akan 
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paket yang dikirimkan dan tidak ada delay yang terhitung karena delay dihitung 
berdasarkan waktu diterimanya paket. 
 
Selanjutnya untuk hasil perbandingan end to end delay terhadap node 
tetap berdasarkan ukuran paket 64 B dapat dilihat pada Gambar 5.9 dibawah ini.  
 
25Gambar 5.9 Grafik End to End Delay Terhadap Node tetap Dengan Ukuran 
Paket 64 B 
Berdasarkan grafik yang ditampilkan Gambar 5.9 diatas, dapat dilihat 
hasil penghitungan end to end delay terhadap node tetap dengan ukuran 64 B. 
Hasil dari DSDV yaitu , untuk variasi node 3x3 menghasilkan 22,254 ms, untuk 
node 4x4 menghasilkan 27,174 ms, untuk node 5x5 menghasilkan 31,583 ms, 
untuk node 6x6 menghasilkan 35,676 ms, untuk node 7x7 menghasilkan 41,352 
ms. Sedangkan hasil pengujian FSR yaitu, untuk node 3x3 adalah 39,959 ms, 
untuk node 4x4 adalah 139,45 ms, untuk node 5x5 adalah 26, 799 ms. 
Berdasarkan hasil yang telah didapatkan dari masing-masing protokol 
menunjukkan bahwa nilai end to end delay DSDV lebih baik dibandingkan dengan 
FSR, karena dalam protokol DSDV, skema penentuan rute melalui pertukaran 
tabel routing yang sederhana. Informasi routing disebarkan kepada node 
tetangga terdekat, hal tersebut terus dilakukan hingga akhirnya node pengirim 
dapat mengetahui rute terbaik menuju node destinasi. Kemudian dalam node 
tetap 6x6 dan 7x7 protokol FSR tidak dapat berjalan sehingga tidak ada paket 
data yang terkirim, hal ini dikarenakan protokol FSR membentuk scope hanya 
mampu dalam lingkungan yang kecil sehingga apabila terdapat node yang berada 
di luar jangkauan, maka proses update tabel routing akan lebih jarang dilakukan 
sehingga dalam penentuan rute cenderung memakan waktu yang lama dan 
berpotensi gagal. 
Selanjutnya untuk hasil perbandingan end to end delay terhadap node 
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26Gambar 5.10 Grafik End to End Delay Terhadap Node Tetap Dengan Ukuran 
Paket 1024 B 
Berdasarkan grafik yang ditampilkan Gambar 5.10 diatas, dapat dilihat 
hasil penghitungan end to end delay terhadap node tetap pada protokol DSDV 
dan FSR. Hasil dari DSDV yaitu , untuk variasi node 3x3 menghasilkan 56,677 ms, 
untuk node 4x4 menghasilkan 71,936 ms, untuk node 5x5 menghasilkan 89,554 
ms, untuk node 6x6 menghasilkan 112,825 ms, untuk node 7x7 menghasilkan 
345,84 ms. Sedangkan hasil pengujian FSR yaitu, untuk node 3x3 adalah 1153,95 
ms, untuk node 4x4 adalah 4930,79 ms, untuk node 5x5 adalah 2550,73 ms. 
Berdasarkan hasil yang telah didapatkan dari masing-masing protokol 
menunjukkan bahwa nilai end to end delay DSDV lebih baik dibandingkan dengan 
FSR, karena dalam protokol DSDV, skema penentuan rute melalui pertukaran 
tabel routing yang sederhana. Informasi routing disebarkan kepada node 
tetangga terdekat, hal tersebut terus dilakukan hingga akhirnya node pengirim 
dapat mengetahui rute terbaik menuju node destinasi. Kemudian dalam node 
tetap 6x6 dan 7x7 protokol FSR tidak dapat berjalan sehingga tidak ada paket 
data yang terkirim, hal ini dikarenakan protokol FSR membentuk scope hanya 
mampu dalam lingkungan yang kecil sehingga apabila terdapat node yang berada 
di luar jangkauan, maka proses update tabel routing akan lebih jarang dilakukan 
sehingga dalam penentuan rute cenderung memakan waktu yang lama dan 
berpotensi gagal.    
5.4 Routing Overhead 
Pada pengujian yang ketiga dilakukan berdasarkan parameter routing 
overhead. Untuk pengujian pada protokol DSDV dan FSR terhadap node bergerak 
menggunakan variasi node dan variasi ukuran paket. Adapun variasi node terdiri 
dari 60, 70, 80, 90, 100. Untuk variasi ukuran paket terdiri dari 64 B dan 1024 B. 
Sedangkan untuk pengujian DSDV dan FSR terhadap node tetap menggunakan 
variasi node dan variasi ukuran paket. Adapun untuk variasi node terdiri dari 3x3, 
4x4, 5x5, 6x6, 7x7, sedangkan untuk variasi ukuran paket terdiri dari 64 B dan 
1024 B. 
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5.4.1 Tujuan Pengujian 
Tujuan pengujian menggunakan parameter routing overhead adalah 
sebagai berikut: 
1. Untuk mengetahui jumlah paket routing yang diperlukan DSDV dalam 
melakukan komunikasi. 
2. Untuk mengetahui jumlah paket routing yang diperlukan FSR dalam 
melakukan komunikasi. 
5.4.2 Prosedur Pengujian 
 Untuk mengetahui nilai dari routing overhead dilakukan dengan cara 
menghitung semua paket yang berjenis “RTR” yang telah dikirim oleh semua 
node, baik node source, node perantara maupun node destinasi. Gambar 5.11 
merupakan contoh paket routing yang terdapat dalam trace file. 
G 27Gambar 5.11 Contoh Paket Routing “RTR” Dari Setiap Node 
5.4.3 Hasil Simulasi 
Berdasarkan pengujian yang telah dilakukan, telah diketahui nilai dari 
Routing Overhead terhadap node bergerak dan node tetap. Dengan 
menggunakan variasi ukuran paket 64 B dan 1024 B.  Untuk Routing Overhead 
terhadap node bergerak dengan menggunakan ukuran paket 64 B dapat dilihat 
dalam Tabel 5.9 berikut ini. 
19.Tabel 5.9 Tabel Routing Overhead Terhadap Node Bergerak Dengan Ukuran 







Node DSDV FSR 
60 41.868 17.455 
70 32.676 20.110 
80 61.829 22.753 
90 74.312 25.398 
100 81.525 28.046 
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Untuk Routing Overhead terhadap node bergerak dengan menggunakan 
ukuran paket 1024 B dapat dilihat dalam Tabel 5.10 berikut ini. 
20.Tabel 5.10 Tabel Routing Overhead Terhadap Node Bergerak Dengan 








Untuk hasil penghitungan Routing Overhead  terhadap node tetap 
dengan menggunakan ukuran paket 64 B, dapat dilihat dalam Tabel 5.11 yang 
ada dibawah ini. 
21Tabel 5.11 Routing Overhead Terhadap Node  Tetap  Dengan Ukuran Paket 
64 B 
Node DSDV FSR 
3x3 1.297 3.969 
4x4 2.386 5.822 
5x5 4.488 8.201 
6x6 9.694 11.111 
7x7 26.511 14.548 
Untuk hasil penghitungan Routing Overhead  terhadap node tetap 
dengan menggunakan ukuran paket 1024 B, dapat dilihat dalam Tabel 5.12 yang 
ada dibawah ini. 
 
22Tabel 5.12 Routing Overhead Terhadap Node  Tetap  Dengan Ukuran Paket 
1024 B 
Node DSDV FSR 
3x3 1.325 3.970 
4x4 2.412 5.819 
5x5 4.904 8.199 
6x6 11.949 11.110 
7x7 33.546 14.549 
 
Node DSDV FSR 
60 25.661 17.457 
70 32.081 20.104 
80 62.881 22.749 
90 74.607 25.397 




Berdasarkan pengujian yang telah dilakukan, telah diketahui nilai dari  
Routing Overhead terhadap node bergerak berdasarkan ukuran paket 64 B dan 
1024 B, serta nilai routing overhead dari node tetap berdasarkan ukuran paket 
64 B dan 1024 B. Untuk Routing Overhead terhadap node bergerak dengan 
ukuran paket 64 B dapat dilihat dalam Gambar 5.12 berikut ini. 
 
28Gambar 5.12 Grafik Routing Overhead Terhadap Node Bergerak Dengan 
Ukuran Paket 64 B 
Berdasarkan Gambar 5.12 dapat diketahui nilai dari routing overhead dari 
protokol DSDV dan FSR. Nilai dari routing overhead protokol DSDV yaitu, untuk 
node 60 menghasilkan 41.868, untuk node 70 menghasilkan paket 32.676, untuk 
node 80 menghasilkan 61.829, untuk node 90 menghasilkan 74.312, dan untuk 
node 100 menghasilkan 81.525. Sedangkan nilai routing overhead dari protokol 
FSR yaitu, untuk node 60 menghasilkan 17.455, untuk node 70 menghasilkan 
20.110, untuk node 80 menghasilkan 22.753, untuk node 90 menghasilkan 
25.398 dan untuk node 100 menghasilkan 28.04. 
Untuk Routing Overhead terhadap node bergerak dengan ukuran paket 
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29Gambar 5.13 Grafik Routing Overhead Terhadap Node Bergerak Dengan 
Ukuran Paket 1024 B 
 
 Berdasarkan Gambar 5.13 dapat diketahui nilai dari routing overhead dari 
protokol DSDV dan FSR. Nilai dari routing overhead protokol DSDV yaitu, untuk 
node 60 menghasilkan 25.661, untuk node 70 menghasilkan paket 32.081, untuk 
node 80 menghasilkan 62.881, untuk node 90 menghasilkan 74.607, dan untuk 
node 100 menghasilkan 81.572. Sedangkan nilai routing overhead dari protokol 
FSR yaitu, untuk node 60 menghasilkan 17.457, untuk node 70 menghasilkan 
20.104, untuk node 80 menghasilkan 22.749, untuk node 90 menghasilkan 
25.397 dan untuk node 100 menghasilkan 28.034.  
Berdasarkan hasil perbandingan diatas, protokol FSR lebih unggul dari 
protokol DSDV. Hal ini dikarenakan bahwa FSR menerapkan cara kerja multi-
scope untuk mengurangi banyaknya pesan routing update yang dapat 
mengakibatkan flooding pada jaringan. Sistem multi-scope dalam FSR dibagi 
menjadi tiga scope, dimana pesan routing akan lebih sering dikirim jika node 
tersebut terletak pada level scope yang sama dibandingkan dengan yang lain. Hal 
tersebut berbeda dengan DSDV, dimana setiap node akan mengirim pesan 
routing secara terus menerus dalam interval waktu tertentu sehingga dapat 
menimbulkan flooding.   
Selanjutnya, Routing Overhead terhadap node tetap dengan ukuran 
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30Gambar 5.14 Grafik Routing Overhead Terhadap Node Tetap Dengan Ukuran 
Paket 64 B 
Berdasarkan Gambar 5.14 dapat diketahui hasil penghitungan dari 
routing overhead pada protokol DSDV dan FSR.  Hasil dari DSDV yaitu, untuk 
node 3x3 menghasilkan 1297, untuk node 4x4 menghasilkan 2386, untuk node 
5x5 menghasilkan 4488, untuk node 6x6 menghasilkan 9694, untuk node 7x7 
menghasilkan 26511. Sedangkan hasil dari FSR yaitu, untuk node 3x3 adalah 
3969, untuk node 4x4 adalah 5822, untuk node 5x5 adalah 8201, untuk node 6x6 
adalah 11111, untuk node 7x7 adalah 14548.  
Untuk Routing Overhead terhadap node tetap dengan ukuran paket 1024 
B, dapat dilihat dalam Gambar 5.15 berikut ini. 
 
31Gambar 5.15 Grafik Routing Overhead Terhadap Node Tetap Dengan Ukuran 
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Berdasarkan Gambar 5.15 dapat diketahui hasil penghitungan dari 
routing overhead pada protokol DSDV dan FSR.  Hasil dari DSDV yaitu, untuk 
node 3x3 menghasilkan 1325, untuk node 4x4 menghasilkan 2412, untuk node 
5x5 menghasilkan 4904, untuk node 6x6 menghasilkan 11949, untuk node 7x7 
menghasilkan 33546. Sedangkan hasil dari FSR yaitu, untuk node 3x3 adalah 
3870, untuk node 4x4 adalah 5819, untuk node 5x5 adalah 8199, untuk node 6x6 
adalah 11110, untuk node 7x7 adalah 14549. Dari hasil tersebut terlihat nilai 
routing overhead dari kedua protokol sama-sama mengalami peningkatan ketika 
terjadi penambahan node. Nilai routing overhead DSDV mengalami peningkatan 
yang tinggi dari titik 5x5 yang berjumlah 4904 menjadi 33546 di titik 7x7. Hal 
tersebut menunjukkan peningkatan yang cukup tinggi bila dibandingkan dengan 
FSR yang berjumlah 8199 menjadi 14549 di titik yang sama.  
Berdasarkan hasil yang didapat dari pengujian routing overhead terhadap 
node bergerak maupun node tetap, dapat disimpulkan bahwa nilai routing 
overhead DSDV akan meningkat secara tinggi apabila terjadi penambahan jumlah 


















BAB 6 KESIMPULAN DAN SARAN 
 
6.1 Kesimpulan 
 Berdasarkan atas rumusan masalah, perancangan, implementasi dan 
pengujian yang telah dilakukan, maka dapat ditarik kesimpulan, bahwa proses 
perbandingan protokol routing DSDV dan FSR pada MANET ini memanfaatkan 
NS2 untuk mengimplementasikan protokol tersebut. Kinerja dari kedua protokol 
tersebut dapat dinilai berdasarkan tiga parameter yang digunakan dalam 
pengujian, yaitu waktu konvergensi, end to end delay dan routing overhead. 
Skenario pengujian yang dibuat terdiri variasi jumlah node dan variasi ukuran 
paket. Pengujian di ujikan pada node tetap dan  node bergerak. Secara umum, 
protokol DSDV dan FSR memiliki kelebihan dan kekurangan masing-masing. 
Protokol FSR lebih cocok diterapkan pada jumlah node berskala besar, hal ini 
dapat dilihat dengan hasil pengujian terhadap ketiga parameter yang digunakan  
memiliki nilai lebih baik bila dibandingkan dengan DSDV. Namun FSR memiliki 
kelemahan yaitu tidak bisa diterapkan pada node tetap dengan skala besar 
dikarenakan proses pembentukan routing dalam FSR akan sulit terbentuk bila 
terdapat banyak node yang berada di luar jangkauan scope. Berkebalikan dengan 
FSR, DSDV lebih cocok diterapkan pada jumlah node dengan skala kecil. Hal ini 
ditunjukkan dengan nilai dari ketiga parameter yang diujikan terhadap DSDV 
lebih baik dari FSR bila diterapkan dalam jumlah node sedikit. Semakin banyak 
jumlah node yang terlibat, semakin berkurang pula tingkat efisiensi dari protokol 
DSDV.   
6.2 Saran 
 Saran yang dapat diberikan untuk penelitian selanjutnya dengan topik 
perbandingan dengan menggunakan routing protokol DSDV dan FSR pada 
MANET adalah sebagai berikut: 
1. Untuk penelitian selanjutnya diperlukan simulasi yang bervariasi seperti, 
variasi ukuran paket data, variasi kecepatan node, variasi luas area jaringan.  
2. Untuk penelitian selanjutnya diperlukan penggunaan parameter berdasarkan 
packet delivery ratio, throughput dan power consumption.  
3. Untuk penelitian selanjutnya diperlukan penjelasan tentang keamanan 
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