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Resumo 
 
Com o aumento do número de utilizadores do Centro de Informática da Faculdade de 
Ciências, houve a necessidade de construir um sistema que pudesse facilitar a gestão dos 
utilizadores. O sistema então implementado continha vários problemas, nomeadamente 
na remoção e adição de utilizadores ao sistema.   
O projecto que vai ser descrito teve como objectivo reformular este sistema, de modo a 
corrigir os problemas existentes, e implementar novas funcionalidades, permitindo 
fornecer aos utilizadores uma maior autonomia na gestão dos seus dados. 
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Capítulo 1    
 
Introdução 
O Centro de Informática da Faculdade de Ciências fornece um número variado de 
serviços aos funcionários e professores da Faculdade, nomeadamente fornecimento de 
acesso a Internet, contas de correio electrónico além de assistência técnica, entre muitos 
outros. Sendo estes serviços fornecidos a um grande número de utilizadores, é 
fundamental que os dados de todos os utilizadores estejam permanentemente 
actualizados, para que se possa proceder a uma rápida e eficiente prestação de serviços. O 
Centro de Informática possui um sistema que guarda esta informação de modo 
estruturado, a Active Directory. A Active Directory (AD) é uma estrutura hierárquica de 
objectos. Os objectos podem ser classificados em três grandes categorias: os recursos 
(por exemplo, impressoras), os serviços (por exemplo, correio electrónico) e utilizadores 
(contas de utilizadores e grupos). A AD fornece informações sobre os objectos, organiza 
os objectos, controla o acesso e define segurança. Cada objecto representa uma entidade 
única – um utilizador, um computador, uma impressora, ou um grupo – e os seus 
atributos. Certos objectos também podem ser recipientes de outros objectos. Um objecto 
é unicamente identificado pelo seu nome e tem um conjunto de atributos - as 
características e as informações de que o objecto pode conter - definido por um esquema, 
que também determina o tipo de objectos que podem ser armazenados no AD. Para este 
projecto o que interessa é o objecto do tipo utilizador e um objecto de nome Organization 
Unit (OU), que pode levar outros objectos dentro de si, funcionando um pouco como uma 
pasta. 
Gerir todos os utilizadores neste sistema pode-se tornar exaustivo. É assim necessário que 
sejam os próprios utilizadores a realizarem as tarefas de actualização e gestão dos seus 
dados. Existem então a necessidade de criar um sistema que permita fazer a ponte entre 
os utilizadores e a AD. 
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Esta ponte será então feita através de uma aplicação web, este tipo de aplicação não só 
permite que se realiza as tarefas de um modo remoto como também o tipo de interface já 
será familiar á maioria dos utilizadores, retirando ainda qualquer tipo de passos de 
configuração ou instalação sempre confusos para utilizadores principiantes ou pouco 
experientes. 
 
1.1 Motivação  
 
O sistema anteriormente implementado possuía alguns problemas nomeadamente, a 
impossibilidade de remoção de utilizadores, e a deficiente sincronização entre a AD e a 
base de dados que suporta o site, entre outros problemas ao nível da interface. É então 
necessário criar um novo site que resolva os actuais problemas. 
 
1.2 Objectivos 
 
Este projecto tem como objectivo reformular o actual Site de gestão de utilizadores, de 
modo a permitir uma fácil inserção e remoção de utilizadores, dando deste modo uma 
maior autonomia aos utilizadores. Será ainda importante que o novo site comunique 
directamente com a AD de modo a manter os dados dos utilizadores apenas depositados 
num sítio e permanentemente actualizados. Há ainda que acrescentar a realização de 
manuais de configuração do site e manual de utilizador. 
 
1.3 Organização do Documento 
 
Capitulo 2 – Análise de Requisitos 
Identificação dos casos de uso, os seus actores e todos os passos para a execução 
das funcionalidades 
Capitulo 3 – Análise da Actual Site de Utilizadores 
Identificação dos problemas existentes e as soluções encontradas 
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Capitulo 4 – Trabalho realizado 
Definição das ferramentas, apresentação da estrutura e solução  
Capitulo 5 – Teste  
Definição do Plano de Teste, apresentação dos resultados obtidos 
Capitulo 6 – Conclusão 
Conclusões sobre o trabalho realizado 
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Capítulo 2   
Análise de Requisitos 
Neste capítulo vai ser apresentada informação relativa à fase de análise de requisitos, 
serão apresentados vários casos de uso e diagramas. Toda a recolha de informação e 
desenho dos digramas foi feita no contexto do projecto.  
 
2.1 Casos de Uso 
Um Caso de Uso representa uma unidade discreta da interacção entre um utilizador e o 
sistema, isto é, uma unidade de um trabalho significante. Por exemplo: o "login para o 
sistema", "registar no sistema" e "criar pedidos" são todos casos de uso. Cada Caso de 
Uso é constituído por: uma descrição a qual descreve a funcionalidade que irá ser 
construída no sistema proposto; uma sequência de passos que exemplifica os passos a 
executar pelo utilizador para realizar esta funcionalidade. Um Caso de Uso pode incluir 
outras funcionalidades de Casos de Uso ou estender outro Caso de Uso. 
Os Casos de Uso estão tipicamente associados a actores. Um actor é um humano que 
interage com o sistema para executar uma tarefa. Neste caso vamos ter três actores: um 
utilizador genérico, que representa a maioria dos utilizadores do Centro de Informática; 
um utilizador responsável orgânico, que representa todos os responsáveis por gerir os 
utilizadores de cada unidade orgânica existente; e um utilizador administrador, que 
representa os administradores do sistema.  
Irão ainda ser adicionados dois digramas a cada caso de uso, um de actividades e outro de 
sequência, com o intuito de explicar melhor os passos realizados em cada caso de uso.  
O Diagrama de actividade é um diagrama definido usando a Linguagem de Modelagem 
Unificada (UML), e representa o fluxo necessário para realizar uma tarefa. É 
essencialmente um gráfico de fluxo, mostrando o fluxo de controlo de uma actividade 
para outra. O Diagrama de sequência é um diagrama usado em UML, representando a 
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sequência de processos (mais especificamente, de mensagens passadas entre objectos) 
numa determinada actividade ou funcionalidade. Como um projecto pode ter uma grande 
quantidade de métodos/funções diferentes, pode ser difícil determinar a sequência global 
do comportamento. O diagrama de sequência representa essa informação de uma forma 
simples e lógica. 
Um diagrama de sequência descreve a maneira como os grupos de objectos colaboram 
entre si ao longo de um determinado período de tempo para a realização de uma 
actividade. Ele regista o comportamento de um único caso de uso e exibe os objectos e as 
mensagens passadas entre esses objectos no caso de uso. 
Deste modo, a utilização dos casos de uso e dos diagramas irá permitir delinear todas as 
funcionalidades e as sequências de acções e comportamentos associados a cada uma 
delas, ficando assim com um modelo do sistema. Utilizando este modelo é então possível 
desenvolver um sistema de modo mais rápido. 
2.1.1 Actor: Utilizador Geral 
2.1.1.1 Efectuar Login 
Actividade realizada pelo utilizador para se autenticar no sistema.  
A sequência de passos representa, de um modo genérico, os passos executados pelo 
utilizador e pelo sistema para que a operação tenho sucesso.  
• Sequência de Acções/Passos 
1. Introduz o Username  
2. Introduz a password 
3. Selecciona a opção validar 
4. Sistema mostra a página de entrada com todas as opções disponíveis para este 
utilizador 
• Diagrama de Actividade 
O diagrama de actividades mostra todo o fluxo de uma actividade deste o inicio até á sua 
conclusão, apresentando também as entidades intervenientes (utilizador, interface e 
aplicação). A indicação do início do fluxo é representada por um círculo preto. Neste 
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caso (Figura 1) a primeira acção é feita pela interface onde mostra a pagina de login, 
depois temos um conjunto de operações feitas pelo utilizador, de seguida a aplicação 
verifica os dados e devolve um resposta, que dependendo desta resposta a interface 
mostra resultados diferentes. Terminando assim o fluxo da actividade. Este é 
representado por um círculo envolta de um outro círculo preto. Toda a sucessão de 
actividades é representada por setas. 
 
Figura 1 
 
• Diagrama de Sequência 
O diagrama de sequência é baseado em dois conceitos: os actores ou entidades, neste 
caso temos o utilizador, a interface, a aplicação e o repositório de dados; e as mensagens 
ou métodos passados entre entidades, que são representadas pelas setas. Neste caso 
(Figura 2) a sequencias de acções começa com o utilizador, o utilizador envia para a 
interface mensagens com a informação do username e password, depois a interface envia 
essa informação para o aplicação, chamando um método para validar o login. Depois a 
aplicação verifica em passos sucessivos se os dados enviados pela interface são válidos, 
isto é feito através de troca de informação entre a aplicação e o repositório de dados. 
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Após este processo a aplicação envia para a interface um pedido para preparar os seus 
resultados para serem mostrados e depois a interface mostra os resultados ao utilizador.  
 
Figura 2 
 
2.1.1.2 Criar Novo Utilizador 
Actividade que se realiza quando se pretende criar um novo utilizador. 
• Sequência de Acções/Passos 
1. Preenche um formulário com os dados do utilizador 
2. Selecciona a opção Confirmar 
3. O sistema informa o utilizador de que precisa de validar a conta 
4. Selecciona terminar para sair do sistema 
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• Diagrama de Actividade 
 
Figura 3 
• Diagrama de Sequência 
 
Figura 4 
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2.1.1.3 Validar Conta Pessoal 
Actividade que se realiza para o utilizador validar a sua conta. Este processo só ocorre 
após a conta ter sido valida, tanto pelo responsável orgânico como pela Administração.  
• Sequência de Acções/Passos 
1. Selecciona a opção Procura Utilizador 
2. O sistema mostra a lista de utilizadores a validar 
3. Selecciona o seu nome de uma lista de utilizadores por validar 
4. Introduz um PIN que foi entregue pela administração  
5. Introduz a palavra-chave que pretende e a sua confirmação 
6. Selecciona terminar 
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• Diagrama de Actividade: 
 
Figura 5 
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• Diagrama de Sequência: 
 
Figura 6 
 
 
 
2.1.1.4 Alterar Dados pessoais: 
Actividade que se realiza para alterar os dados pessoais. 
• Sequência de Acções/Passos 
1. Selecciona a opção Alterar Dados 
2. O sistema mostra um formulário com os campos já preenchidos com os dados 
actuais do utilizador 
3. Altera os campos que pretende no formulário 
4. Selecciona a opção Confirmar 
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• Diagrama de Actividade: 
 
Figura 7 
• Diagrama de Sequência: 
 
Figura 8 
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2.1.1.5 Nova Conta institucional 
Actividade que permite criar uma nova conta Institucional. 
• Sequência de Acções/Passos 
1. Selecciona a opção criar conta institucional 
2. O sistema mostra um formulário 
3. Preenche formulário 
4. Seleccionar Confirmar para criar a conta 
• Diagrama de Actividade: 
 
Figura 9 
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• Diagrama de Sequência: 
 
 
Figura 10 
 
 
 
2.1.1.6 Alterar Password: 
Actividade que permite a alteração da password. 
• Sequência de Acções/Passos 
1. Selecciona a opção alterar Password 
2. O Sistema mostra um formulário 
3. Preenche formulário 
4. Selecciona Confirmar 
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• Diagrama de Actividade: 
 
Figura 11 
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• Diagrama de Sequência: 
 
Figura 12 
 
2.1.2 Actor: Responsável Orgânico 
2.1.2.1 Eliminar Utilizador: 
Actividade que permite ao responsável orgânico eliminar um utilizador. 
• Sequência de Acções/Passos 
1. Selecciona o nome do utilizador a eliminar de uma lista 
2. O sistema mostra a informação relativa a este utilizador  
3. Selecciona a opção Eliminar 
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• Diagrama de Actividade: 
 
Figura 13 
• Diagrama de Sequência: 
 
Figura 14 
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2.1.2.2 Listar Utilizadores: 
Actividade que permite listar os utilizadores de uma unidade orgânica. 
• Sequência de Acções/Passos 
1. Selecciona a opção Listar 
2. O sistema mostra uma lista de todos os utilizadores 
3. Selecciona voltar para terminar 
 
 
• Diagrama de Actividade: 
 
Figura 15 
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• Diagrama de Sequência: 
 
Figura 16 
 
 
 
2.1.2.3 Criar Novo Utilizador: 
Actividade que permite ao responsável orgânica criar um utilizador para a sua unidade. 
• Sequência de Acções/Passos 
1. Selecciona a opção criar utilizador 
2. O sistema mostra um formulário com os campos relativos aos dados do utilizador 
3. Preenche o formulário com os dados do utilizador 
4. Selecciona a opção terminar 
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• Diagrama de Actividade 
 
Figura 17 
• Diagrama de Sequência 
 
Figura 18 
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2.1.2.4 Inserir utilizador de outro departamento 
Actividade que permite ao responsável orgânico transferir um utilizador de outra unidade 
para a sua unidade. 
• Sequência de Acções/Passos 
1. Selecciona a opção para inserir um utilizador de outro departamento 
2. O sistema mostra dois dropdown com a instituição e unidade 
3. Selecciona dos dropdown a instituição e a unidade 
4. O sistema mostra uma lista de utilizadores da unidade seleccionada 
5. Selecciona o utilizador da lista 
6. Altera os Dados do Utilizador  
7. Selecciona a opção transferir 
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• Diagrama de Actividade 
 
Figura 19 
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• Diagrama de Sequência 
 
Figura 20 
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2.1.2.5 Alterar Dados de utilizador: 
Actividade que permite ao responsável orgânico alterar os dados de um utilizador da sua 
unidade. 
• Sequência de Acções/Passos 
1. Selecciona o utilizador 
2. O sistema mostra a informação do utilizador  
3. Selecciona a opção alterar dados 
4. O sistema mostra um formulário 
5. Alterar os dados que pretende através do formulário 
6. Selecciona a opção enviar para terminar 
• Diagrama de Actividade: 
 
Figura 21 
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• Diagrama de Sequência: 
 
Figura 22 
 
2.1.2.6 Validar utilizador: 
Actividade que permite ao responsável orgânico validar utilizadores para a sua unidade. 
• Sequência de Acções/Passos 
1. Selecciona a opção validar utilizador 
2. O sistema mostra uma lista de utilizadores por validar 
3. Selecciona o utilizador da lista 
4. O sistema mostra a informação do utilizador 
5. Selecciona a opção validar 
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• Diagrama de Actividade: 
 
Figura 23 
 
 
 
 
 
• Diagrama de Sequência: 
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Figura 24 
 
2.1.2.7 Listar contas institucionais: 
Actividade que permite ao responsável orgânico listar contas institucionais da sua 
unidade. 
• Sequência de Acções/Passos 
1. Selecciona a opção Listar Contas 
2. O sistema mostra uma lista de contas institucionais da unidade 
3. Selecciona terminar para sair 
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• Diagrama de Actividade: 
 
Figura 25 
• Diagrama de Sequência 
 
Figura 26 
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2.1.2.8 Eliminar Conta Institucional: 
Actividade que permite ao responsável orgânico eliminar contas institucionais da sua 
unidade. 
• Sequência de Acções/Passos 
1. Selecciona a opção listar contas 
2. O sistema mostra uma lista de contas institucionais da unidade 
3. Selecciona a conta que vai eliminar 
4. O sistema mostra a informação relativa a essa conta 
5. Selecciona a opção eliminar 
• Diagrama de Actividade 
 
Figura 27 
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• Diagrama de Sequência: 
 
 
Figura 28 
2.1.2.9 Alterar Conta institucional: 
Actividade que permite ao responsável orgânico alterar os dados de uma conta 
institucional. 
• Sequência de Acções/Passos 
1. Selecciona a conta de uma lista 
2. O sistema mostra os dados da conta 
3. Selecciona a opção Alterar dados 
4. O sistema mostra um formulário 
5. Altera os Dados que pretende  
6. Selecciona enviar 
7. O sistema mostra os novos dados 
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• Diagrama de Actividade: 
 
Figura 29 
• Diagrama de Sequência: 
 
Figura 30 
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2.1.2.10 Validar Conta institucional: 
Actividade que permite ao responsável orgânico validar contas institucionais. 
• Sequência de Acções/Passos 
1. Selecciona a opção validar conta 
2. O sistema mostra uma lista de contas a validar 
3. Selecciona a conta a validar da lista 
4. O sistema mostra a informação da Conta 
5. Selecciona validar 
• Diagrama de Actividade: 
 
Figura 31 
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• Diagrama de Sequência: 
 
Figura 32 
2.1.2.11 Listar grupos: 
Actividade que permite listar os grupos de uma unidade 
• Sequência de Acções/Passos 
1. Selecciona a opção listar Grupos 
2. O sistema mostra a listagem dos grupos 
3. Selecciona voltar para sair 
• Diagrama de Actividade: 
 
Figura 33 
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• Diagrama de Sequência: 
 
Figura 34 
 
 
 
2.1.2.12 Criar novo grupo: 
Actividade que permite criar um novo grupo. 
• Sequência de Acções/Passos 
1. Selecciona a opção criar Grupo 
2. O sistema mostra o formulário  
3. Preenche um formulário com os nomes do grupo e alias de e-mail 
4. Selecciona a opção criar 
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• Diagrama de Actividade: 
 
Figura 35 
• Diagrama de Sequência: 
 
Figura 36 
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2.1.2.13 Alterar Dados do Grupo 
Actividade que permite alterar os dados de um grupo. 
• Sequência de Acções/Passos 
1. Selecciona o grupo de uma lista 
2. O sistema mostra a informação do Grupo 
3. Selecciona a opção alterar dados 
4. O sistema mostra um formulário com os campos preenchidos com os actuais 
dados do grupo 
5. Alterar os dados  
6. Selecciona Actualizar 
• Diagrama de Actividade: 
 
Figura 37 
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• Diagrama de Sequência: 
 
Figura 38 
 
 
2.1.2.14 Inserir elemento num Grupo: 
Actividade que permite inserir um elemento num grupo, o elemento pode ser de qualquer 
unidade. 
• Sequência de Acções/Passos 
1. Selecciona um grupo 
2. O sistema mostra duas listas, uma com os actuais elementos do grupo e outro com 
os possíveis elementos 
3. Selecciona o Elemento a adicionar ao grupo da lista de possíveis elementos 
4. Selecciona a opção adicionar 
5. Selecciona Confirmar 
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• Diagrama de Actividade: 
 
Figura 39 
• Diagrama de Sequência: 
 
Figura 40 
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2.1.2.15 Retirar elemento de grupo: 
Actividade que permite eliminar um elemento de um grupo. 
• Sequência de Acções/Passos 
1. Selecciona um grupo da lista 
2. O sistema mostra duas listas, uma com os actuais elementos do grupo e outro com 
os possíveis elementos 
3. Selecciona um elemento que pertence ao grupo 
4. Selecciona a opção retirar 
5. Selecciona Confirmar 
• Diagrama de Actividade: 
 
Figura 41 
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• Diagrama de Sequência: 
 
Figura 42 
 
 
2.1.2.16 Eliminar Grupo: 
Actividade que permite eliminar um grupo. 
• Sequência de Acções/Passos 
1. Selecciona um grupo de uma lista 
2. O sistema mostra a informação do grupo 
3. Selecciona a opção eliminar 
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• Diagrama de Actividade: 
 
Figura 43 
• Diagrama de Sequência: 
 
Figura 44 
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2.1.3 Actor: Administrador CI 
2.1.3.1 Mudar de Unidade: 
Actividade que permite ao administrador alterar a unidade para que possa gerir os 
elementos dessa unidade orgânica. 
• Sequência de Acções/Passos 
1. Selecciona a opção mudar de unidade 
2. O sistema apresenta dois dropdown com a instituição e unidade 
3. Selecciona uma instituição 
4. Selecciona uma unidade 
5. Selecciona a opção mudar 
 
• Diagrama de Actividade: 
 
Figura 45 
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• Diagrama de Sequência: 
 
Figura 46 
 
2.1.3.2 Validar Utilizador Geral: 
Actividade que permite validar um novo utilizador, deste modo o utilizador fica 
autorizado a aceder aos seus dados e outros serviços, como por exemplo o Correio 
electrónico.  
Pré-requisito: Os utilizadores da lista já foram validados pelo responsável orgânico da sua 
unidade 
• Sequência de Acções/Passos 
1. O sistema mostra uma Lista de Utilizadores 
2. Selecciona um elemento da Lista 
3. O sistema mostra informação do utilizador 
4. Selecciona validar 
5. O sistema imprime uma carta 
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• Diagrama de Actividade: 
 
Figura 47 
 
 
 
 
 
 
 
 52 
• Diagrama de Sequência: 
 
 
Figura 48 
2.1.3.3 Imprimir Segunda Via de Carta: 
Actividade que permite ao administrador imprimir uma segunda carta com os dados do 
utilizador. 
• Sequência de Acções/Passos 
1. O sistema mostra uma lista de Utilizadores 
2. Selecciona um elemento da Lista 
3. O sistema mostra informação do utilizador 
4. Selecciona imprimir carta 
5. O sistema imprime uma carta 
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• Diagrama de Actividade: 
 
Figura 49 
• Diagrama de Sequência: 
 
Figura 50 
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2.2 Workflow de Criação de Utilizador 
 
Este workflow explicita as actividades necessárias para criar um utilizador, todos os 
actores envolvidos a informação que circula e como. Deste modo é possível identificar 
todo o processo, para que se possa implementa-lo de modo mais eficaz, permitindo 
antecipar alguns problemas, como por exemplo a perda da carta por parte do correio 
interno, carta esta que contem toda a informação do utilizador para que este possa realizar 
a validação da sua conta. Este workflow acaba por ser importante, já que é nesta fase que 
existe contacto com uma entidade externa (Correio Interno) importante para a conclusão 
do processo de criação de utilizador. 
 
 
Figura 51 
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Capítulo 3  
Trabalho realizado 
Neste capítulo será feita uma exposição do trabalho realizado, que soluções foram 
adoptadas, como por exemplo que linguagens ferramentas e estrutura do site.  
 
3.1 Anterior Solução 
Nesta secção será feita a identificação da anterior solução, ao nível do processo de gestão 
de utilizadores, e não tanto ao nível do aspecto da interface. Será ainda descrito em que 
sentido se deve realizar as melhorias. Há que referir que apenas se aproveitou código 
referentes os formulários de criação de utilizadores. O restante código foi desenvolvido 
de raiz 
 
3.1.1 Características da solução anterior 
• Os dados dos utilizadores encontravam-se em dois sítios: numa base de Dados e 
na Active Directory 
• A actualização dos dados era apenas realizada na Base de Dados 
• Não era possível remover utilizadores, contas institucionais ou grupos 
• Existia uma deficiente gestão dos Grupos, ao nível da inserção e remoção de 
utilizadores do grupo 
 
3.1.2 Soluções 
• Os dados dos utilizadores estarão apenas armazenados na Active Directory 
• Adicionar a funcionalidade de remoção de utilizadores, contas institucionais e 
grupos 
• Melhorar a gestão dos grupos, diminuindo o número de passos na inserção e 
remoção de utilizadores nos grupos 
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3.2 Ferramentas e Linguagens 
Pelo facto de se tratar de um site que necessitava de contactar com a active directory, era 
necessária uma linguagem que tivesse um conjunto de classes que o permitisse. Por isso, 
optou-se por usar a linguagem ASP.NET, todo o código por trás foi feito em C#. 
Foi ainda utilizado a linguagem CSS e AJAX, para melhorar o desempenho e a interface 
com o utilizador. O AJAX, por exemplo, possui uma funcionalidade que permite o 
carregamento selectivo da página, isto é, carregar apenas parte da página para diminuir o 
número de dados carregados. Outra possibilidade do AJAX é a utilização de dropdwon 
em cascata utilizado nos formulários. Deste modo a ferramenta adoptada para programar 
nesta linguagem foi a Microsoft Visual Studio 2005. Temos então uma ferramenta que 
permite uma fácil e rápida programação nestas linguagens. 
 
3.2.1 ASP.NET 
ASP.NET é a plataforma da Microsoft para o desenvolvimento de aplicações Web. O 
ASP.NET é baseado na Framework .NET herdando todas as suas características, por isso, 
como qualquer aplicação .NET, as aplicações para esta plataforma podem ser escritas em 
várias linguagens, como C# e Visual Basic .NET. A Framework .NET é uma plataforma 
desenvolvida pela Microsoft para a criação de aplicações, que inclui, entre outras coisas, 
um conjunto de bibliotecas que facilitam a implementação de aplicações. No caso deste 
sistema o .NET possui uma biblioteca que permite aceder de modo mais simples à active 
directory, com métodos de pesquisa e criação de utilizadores bastante simples.  
O ASP.NET permite ainda uma fácil autenticação de utilizadores, pois possui um método 
que faz este trabalho, bastando apenas configurar qual o provedor de autenticação, que 
neste caso é a active directory. 
Com o ASP.NET, é possível criar ainda parte de código, métodos ou classes, que 
executem apenas do lado do servidor, isto é, tipicamente em aplicações Web há código 
que é executado do lado do cliente (no browser) e há outro, caso exista, que é executado 
do lado do servidor. O código que é executado do lado do cliente pode ser obtido e 
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adulterado pelo cliente para fins menos próprios apenas através das funcionalidades do 
browser, no caso do código do lado do servidor isto já não é possível.  
Para o caso desta aplicação isto aumenta o nível de segurança, já que algumas 
funcionalidades realização autenticação (com password e username) com privilégios de 
administrador na rede. 
 
3.2.2 Cascading Style Sheets (CSS) 
CSS é uma linguagem de estilo utilizada para definir a apresentação de documentos 
escritos noutra linguagem. O principal benefício é prover a separação entre o formato e o 
conteúdo do documento. Ao invés de colocar a formatação dentro do documento, é criado 
uma ligação para uma página que contém os estilos, procedendo de forma idêntica para 
todas as páginas de um portal. Quando se quiser alterar a aparência do portal basta 
portanto modificar apenas um ficheiro. 
 
3.2.3  Asynchronous JavaScript And XML (AJAX)  
O AJAX é uma técnica de desenvolvimento web usada para aumentar a interactividade 
com o utilizador. A intenção é fazer com que a pagina web “sinta” melhor as respostas da 
interacção do utilizador, para que esta não seja recarregada toda de cada vez que um 
utilizador executa uma operação. Permitindo assim aumentar a interactividade, 
velocidade, funcionalidade e usabilidade da aplicação. O AJAX é assíncrono pois os 
dados são solicitados ao servidor e carregados em segundo plano, sem interferir com a 
exibição e/ou comportamento da pagina actualmente. 
 
 
 
 
 
 
 58 
3.3 Arquitectura 
A arquitectura física, representa a tipologia e estrutura das máquinas e servidores 
envolvidos e como é que eles comunicam entre si.  
Os utilizadores irão aceder à aplicação via um browser, Internet Explorer v5.0 ou 
superior, FireFox ou Opera. A Aplicação Web estará localizada num servidor Web, e é 
com este que os browsers dos utilizadores irão comunicar. A aplicação Web irá aceder à 
informação da AD através de um Domain Controler (DC). O DC é um servidor que 
contém toda a informação da AD. Poderá existir mais que um DC. Para a Aplicação Web 
isso é transparente, pois quando a aplicação pretende informação da AD, estabelece uma 
ligação LDAP (Lightweight Directory Access Protocol) ao domínio (fc.ul.pt), e depois é 
lhe atribuído um DC para comunicar. Deste modo não faz diferença quantos DC existem.  
A aplicação Web comunica também com uma base de dados que contém informação 
sobre as permissões no Site, tal como serve de antecâmara para a criação de utilizadores, 
para evitar a criação na AD de utilizadores em duplicado. 
Há que referir também que foi criado um serviço que tem como objectivo criar as caixas 
de correio dos utilizadores, isto deve-se ao facto de o ASP .NET não permitir que em 
ambiente multithreaded (ambiente em que várias partes do código (threads) executando 
de modo concorrente e paralelo) se crie caixa de correio. Isto porque quando se cria uma 
caixa de correio é atribuído a esta um identificador único em toda a rede. Este processo 
repete-se até essa nova caixa de correio possuir um identificador. A realização deste 
processo num ambiente multithreaded poderia levar a atrasos no processo ao até a 
incoerências. 
 
Figura 52 
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3.4 Estrutura do Site 
3.4.1 Descrição da Interface 
Para facilitar a interacção de utilizadores menos experientes, optou-se por criar uma 
interface como o menor número de camadas possível. Isto é, na anterior solução, para 
consultar os dados de um utilizador teria de se passar por duas camadas, a listagem de 
utilizadores e a informação do utilizador. Ora é este tipo de estrutura que se quer evitar. 
Temos então a seguinte estrutura:  
 
• Página inicial de Login (Figura 53) 
Página em que o utilizador se autêntica para poder aceder aos seus dados. Nesta 
página estão 3 funcionalidades: 
o Criar Utilizador – é aqui que um novo utilizador se regista. 
o Validação da Conta por parte do utilizador – é aqui que o novo utilizador 
valida a sua conta com o pin que lhe foi entregue. 
o Efectuar Login – permite ao utilizador autenticar-se na aplicação 
 
Figura 53 
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• Página de Entrada (Figura 54) 
Esta página é a primeira após o utilizador se autenticar na aplicação.  
Contêm três Tabs  
o  Informação genérica – mostra o nome do utilizador, unidade orgânica e 
também a data em que a password expira. 
o Informação pessoal – mostra toda a informação do utilizador. 
o Alterar a password – permite ao utilizador alterar a password. 
• Menu com acesso a todas as funcionalidades disponíveis 
Cada uma destas funcionalidades encontra-se numa página diferente. 
o Criar, Validar e Listar Utilizadores 
o Criar, Validar e Listar Contas 
o Criar e Listar Grupos 
o Validar Contas e Utilizadores por parte da Administração 
o Definir Responsáveis, Mudar de Unidade de Gestão e Imprimir Nova 
Carta 
 
Figura 54 
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3.4.2 Inovações Técnicas 
Com vista a melhorar o desempenho do site de utilizadores foram introduzidas algumas 
técnicas novas, que irão ser descritas abaixo.  
 
3.4.2.1 Object Data Source 
Os objectos de controlo de dados do ASP .NET actuam como interface entre a camada de 
dados (uma base de dados, um arquivo XML, e assim por diante) e a camada de 
apresentação de dados (a página Web), como por exemplo o SQL Data Source (Figura 
55), que é um objecto que faz de interface entre a camada de dados e uma base de dados 
SQL. Estes objectos são importantes pois permitem obter a informação de modo simples 
e formatado.  
 
Figura 55 
Quando a camada de apresentação requer informação da camada de dados, os objectos de 
controlo de dados pedem essa informação à camada de dados e passam-na directamente à 
camada de apresentação, sem qualquer tipo de tratamento dos dados. O object data source 
(Figura 56) é algo diferente, não faz este pedido à camada de dados, fá-lo a outra camada 
intermédia, e é nesta camada que se realizam os pedidos à camada de dados. Depois de 
feito o tratamento dos dados esta camada entrega os dados ao object data source e este 
entrega-os à camada de apresentação. 
O objecto data source permite então acrescentar mais uma camada, separando a camada 
de apresentação da camada de dados. No caso deste sistema, este mecanismo de controlo 
de dados permite de um modo simples e transparente realizar todas as operações sobre a 
active directory, já que não é possível obter os dados da active directory de modo 
formatado. 
 62 
 
Figura 56 
3.4.2.2 Master Pages 
As Master Pages permitem que se apresente um layout consistente em todas páginas. 
Uma única Master Page define a aparência e comportamento padrão para todas as 
páginas.  
Para um conjunto de páginas que deverão ter, por exemplo, no topo um menu e uma 
imagem, para que não tenha de se definir em cada uma destas páginas o menu e a 
imagem, basta defini-los na Master Page, e depois fazer referência da Master Page nestas 
paginas, deste modo sempre que se carrega uma destas páginas, a Master page e a página 
pedida como que se fundem, formando uma página com o aspecto pretendido. 
No caso deste sistema como existe um conjunto de páginas que tem em comum um 
menu, e o aspecto exterior, estes são definidos na Master Page, poupando assim algum 
tempo no desenvolvimento. 
 
3.4.2.3 Update Panel AJAX 
O update panel utiliza de um modo mais completo o mecanismo de obtenção de 
informação assíncrona, isto é, funcionando como uma caixa permite que, sempre que se 
realiza uma acção dentro do update panel, apenas o que está dentro do update panel seja 
carregado. Isto permite que, por exemplo, se dentro do update panel existir uma grelha 
com dados, sempre que se selecciona na opção para actualizar esses dados, apenas é 
carregada a grelha e o resto da página mantêm-se intacto. 
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3.4.3  Configuração do Site 
Nesta secção vai ser descrito um conjunto de passos que se devem realizar para que a 
aplicação funcione de modo correcto. 
3.4.3.1 Definir Unidade 
A unidade que se vai definir, é uma unidade orgânica, que representa uma unidade dentro 
da Faculdade de Ciências, como por exemplo um novo departamento. Esta nova unidade 
terá associado a si um conjunto de funções, categorias e áreas.  
Esta unidade irá ser representada na Active Directory através de uma OU (Organization 
Unit), tal como as Funções, que deverão estar dentro da OU que representa a unidade. 
 
É então este conjunto de informação que se vai introduzir no ficheiro “InfoAD.xml”. Para 
cada unidade criada deve ser introduzida no ficheiro “InfoAD.xml” a seguinte 
informação: 
1. O nome da unidade 
2. O caminho desde a raiz até a localização da unidade 
3. O nome das funções associadas  
4. O caminho desde a unidade até cada função  
5. O nome das áreas existentes 
6. O nome das categorias existentes 
7. Poderá ainda ser associado um grupo tanto á função como ás áreas ou categorias 
 
Esta informação deve seguir o seguinte formato: 
<unit name=”Nome da Unidade” value=”Caminho da Unidade”> 
<funcao name=”Nome da Função” value=”Caminho da função” grupo=”nome do 
grupo”> 
  <categoria name=”Nome da Categoria” grupo=”nome do grupo”/> 
  <categoria …… /> 
  <area name=”Nome da area” grupo”nome do grupo”/> 
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  <area ……/> 
</funcao> 
</unit> 
 
3.4.3.2 Configurar a Aplicação 
Nesta secção irá ser definido um conjunto de parâmetros que permitem o funcionamento 
da aplicação, nomeadamente passwords e usernames. 
 
Na secção Application Settings 
 Logindomainlist – lista de login disponíveis 
 Username e Password – valores necessários para ter permissões para eliminar 
e criar utilizadores 
 Domínio – domínio onde se estabelece as ligações LDAP 
 DominioAlias – domínio utilizados nas mascaras do alias, igual Domínio 
anterior 
 DominioAlias2 – domínio utilizado no código, igual ao anterior 
 HomeA-L e Homem-Z – destino da mailbox dos utilizadores 
Os formatos devem ser seguidos á risca e as “key” não devem ser alteradas. 
 
 65 
 
Figura 57 
3.4.3.3 Definir Ligação LDAP 
Definição da ligação LDAP que permite que a aplicação comunique com a Active 
Directory. A ligação pode tanto ser definida com o nome do domínio, como com o nome 
do DC principal. 
No IIS Configurando as definições do ASP.NET: 
• Na secção General colocar: 
Name – nome da ligação 
Connections - especificação da ligação 
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Figura 58 
• Seleccionar Manage Providers, para adicionar novo manager com propretyType 
igual a “System.Web.Security.ActiveDirectoryMembershipProvider”. 
Adicionar ainda as seguintes propriedades: 
o connectionStringName – deve ser igual ao nome da ligação criada 
anteriormente 
o minRequiredPasswordLength – tipicamente 5 
o minRequiredNonalphanumericCharacters – tipicamente 0 
o Qualquer outra propriedade é opcional 
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Figura 59 
• Depois é Escolher o novo provider criado 
 
Figura 60 
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Capítulo 4   
 
Testes 
Com o objectivo de verificar e testar as funcionalidades implementadas, foi desenvolvido 
um plano de teste, não exaustivo, já que a maioria das funcionalidades tinha 
Complexidade Ciclomática (CC) de nível 1.  
 
A Complexidade Ciclomática é uma métrica de software que proporciona uma medida 
quantitativa da complexidade lógica de um programa. Pode ser calculada da seguinte 
forma: seja n o número total de predicados lógicos (comparações, expressões booleanas) 
que aparecem numa operação; a complexidade ciclomática é dada por n+1. 
Com CC igual um, temos então uma operação sem predicados lógicos, o que significa 
que não existem ramificações ou caminhos alternativos dentro da operação. 
Na realização dos testes de usabilidade optou-se por realizar uma observação dos 
utilizadores a realizar várias tarefas.  
Os testes foram todos realizados á mão, os valores a introduzir eram registados num 
caderno e depois verificava-se para aqueles valores se o teste tinha sucesso ou não.  
 
4.1 Plano de Teste 
O plano de teste tem em vista preparar os testes a serem executados para validar a 
aplicação. Deste modo irão ser apresentados, para cada tipo de testes, quais as 
funcionalidades testadas e os resultados (output) esperados. 
 
4.1.1 Teste Funcionais 
Este teste tem como objectivo verificar a execução das várias funções da aplicação sem 
ter em conta o código. 
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4.1.1.1  Teste 1 – Aceder à página comum com username e password válida 
Inputs: 
Username Colocado um nome de utilizador existente 
Domínio Escolhe o domínio a que pertence 
Password Colocada uma senha do utilizador 
correspondente ao Username já colocado 
Output Esperado: 
 Aceder à página comum 
 
4.1.1.2  Teste 2 – Aceder á página comum com username e password invalida 
Inputs: 
Username Colocado um nome de utilizador existente 
Domínio Escolhe o domínio a que pertence 
Password Colocada uma senha do utilizador 
correspondente ao Username já colocado 
Output Esperado: 
Apresentar a mensagem de erro “Password ou username errados!” e voltar à 
pagina de login. 
 
 
4.1.1.3  Teste 3 – Criar Utilizador 
Inputs: 
Nome Completo Nome do utilizador a criar 
Instituição Instituição onde pertence o utilizador 
Id da Instituição id da instituição na AD a que pertence o utilizador 
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Unidade Unidade a que pertence o utilizador 
Id da Unidade Id da unidade na AD a que pertence o utilizador 
Função Função do utilizador na unidade a que pertence 
Id da Função Id da função na AD do utilizador 
Área Área do utilizador na unidade 
Categoria Categoria do utilizador na unidade 
Dados Gerais Nome Mostrar, Sala, Telefone, Extensão Principal, 
Extensão Alternativa, Email, Username, Alias, Alias 
2, Forward 
Output Esperado: 
 Criar um novo utilizador 
 
4.1.1.4  Teste 4 – Eliminar Utilizador 
Inputs: 
Email Indicado o e-mail do utilizador a eliminar 
Output Esperado: 
 Eliminar o utilizador  
 
4.1.1.5  Teste 5 – Alterar Dados de Utilizador 
Inputs: 
Email E-mail do utilizador que se pretende alterar os dados 
Função Função do utilizador na unidade a que pertence 
Id da Função Id da função na AD do utilizador 
Área Área do utilizador na unidade 
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Categoria Categoria do utilizador na unidade 
Dados Gerais Nome Mostrar, Sala, Telefone, Extensão Principal, 
Extensão Alternativa, Alias, Alias 2, Forward 
Output Esperado: 
 Alterar dados do utilizador 
 
4.1.1.6  Teste 6 – Criar Conta Institucional 
Inputs: 
Nome Completo nome da conta a criar 
Id da Instituição id da instituição a que pertence a conta 
Id da Unidade id da unidade a que pertence a conta 
Tipo tipo da conta (Institucional ou Conferencia) 
Responsável Nome do responsável da conta 
Dados Gerais Email, Username, Alias, Alias 2, Forward 
Output Esperado: 
 Criar uma nova conta de e-mail. 
 
4.1.1.7  Teste 7 – Eliminar Conta Institucional 
Inputs: 
Email Indicado o e-mail da conta a eliminar 
Output Esperado: 
 Eliminar a conta 
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4.1.1.8  Teste 8 – Validar Utilizador 
Inputs: 
Email Colocado o e-mail do utilizador a validar 
Output Esperado: 
 Validar Utilizador 
 
4.1.1.9  Teste 9 – Adicionar Utilizador a Grupo 
Inputs: 
Email Colocado o e-mail do utilizador a adicionar 
Grupo Colocado o grupo a que se vai adicionar o utilizador 
Output Esperado: 
 Adicionar utilizador com sucesso ao grupo 
 
4.1.1.10  Teste 10 – Eliminar Utilizador de Grupo 
Inputs: 
Email Colocado o e-mail do utilizador a eliminar do grupo 
Grupo Colocado o grupo a que se vai eliminar o utilizador 
Output Esperado: 
 Eliminar utilizador com sucesso do grupo  
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4.1.1.11  Teste 11 – Adicionar Grupo 
Inputs: 
Nome colocado o nome do grupo 
Email colocado o email do grupo 
Id Unidade colocado o id unidade a que o grupo 
pertence 
Alias e Alias2 colocado os alias do grupo 
Output Esperado: 
 Adicionar Grupo 
 
4.1.2 Testes Estruturais 
Estes testes têm como objectivo verificar a execução das várias funções da aplicação 
tendo em conta o código, isto é, vai-se verificar para cada operação todos os passos que 
são feitos dentro do código para realizar a operação. Este tipo de testes só é útil para 
funções com CC maior que um, porque são estas funções que tem predicados lógicos, e 
são estes predicados que podem causar ciclos ou incoerências. Para as outras basta 
realizar os testes funcionais. 
Para cada teste irão ser indicadas as instruções que são predicados lógicos, para obter o 
cálculo da CC, e também um grafo de fluxo de toda a operação, os nós do grafo 
representam instruções/passos da operação, os arcos indicam a sucessão dos nós e os 
caminhos possíveis. É então este caminho que deve ser testado, e validado. 
 
4.1.2.1  Função sujeita ao teste estrutural – Login  
Esta função representa o caso de uso “Login”. 
4.1.2.1.1 Complexidade Ciclomática 
CC =1 + 1 = 2 
• if (Membership.ValidateUser(login, Login1.Password)) (Nó 2) 
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4.1.2.1.2 Grafo de Fluxo 
 
 
Figura 61 
4.1.2.2  Função sujeita ao teste estrutural – deleteUserByEmail 
Esta função representa o caso de Uso “Eliminar Utilizador”. 
4.1.2.2.1  Complexidade Ciclomática 
CC = 2 + 1 = 3 
• if (recip.ForwardTo != null && 
recip.ForwardTo.Contains("OU=Forward_Mail")) (Nó 7) 
• if (userBox.HomeMDB != null) (Nó 11) 
4.1.2.2.2 Grafo de Fluxo 
 
Figura 62 
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4.2 Resultado dos Testes 
 
Nesta secção irão ser apresentados os resultados dos testes, para cada teste será indicado 
que valores foram introduzidos em cada parâmetro e também o resultado obtido (output). 
Verificou-se em todos os testes realizados que os resultados esperados foram os obtidos. 
Verificou-se então que as operações funcionam em conjunto e que as operações e 
funcionalidades criadas realizam a funções exigidas.  
 
4.2.1 Testes Funcionais 
 
4.2.1.1  Teste 1 – Aceder à página comum com username e password válida 
Inputs: 
Username = upteste 
Domínio = @fc.ul.pt 
Password = teste 
 
Output Obtido: 
 Acedeu à página comum 
 
4.2.1.2 Teste 2 – Aceder à página comum com username e password inválida 
Inputs: 
Username = upteste 
Domínio = @fc.ul.pt 
Password = falsa 
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Output Obtido: 
Apresentou a mensagem de erro “Password ou username errados!” e voltou á 
página de login. 
 
4.2.1.3  Teste 3 – Criar Utilizador 
Inputs: 
Nome Completo = Utilizador Para Teste 
Nome Mostrar  = Teste 
Instituição = Faculdade de Ciências 
Id da Instituição = DC=fc 
Unidade = Centro de Informática 
Id da Unidade = OU=CI 
Função = Operação 
Id da Função = OU=Operadores 
Área = null  
Categoria = null 
Sala = 2.2.2 
Telefone = 21250000 
Extensão Principal = 12345 
Extensão Alternativa = null 
Email = upteste@fc.ul.pt 
Username = upteste 
Alias = null 
Alias2 = null 
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Forward = null 
 
Output Obtido: 
 Utilizador criado. 
 
4.2.1.4  Teste 4 – Eliminar Utilizador 
Inputs: 
Email = upteste@fc.ul.pt 
 
Output Obtido: 
 Eliminou o utilizador. 
 
4.2.1.5  Teste 5 – Alterar Dados de Utilizador 
Inputs: 
Email = upteste@fc.ul.pt 
Nome Mostrar = teste alterado 
Função = Administração 
Id da Função = OU=Tecnicos 
Área = Redes SO 
Categoria = null 
Sala = 2.3.1 
Telefone = 2150033 
Extensão Principal = 22115 
Extensão Alternativa = 22116 
Alias = upalias@fc.ul.pt 
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Alias 2 = null 
Forward = null 
 
Output Obtido: 
 Dados alterados com sucesso. 
 
4.2.1.6  Teste 6 – Criar Conta Institucional 
Inputs: 
Nome Completo = Conta de Teste 
Nome Mostrar = Teste 
Id da Instituição = DC=fc 
Id da Unidade = OU=CI 
Tipo = Institucional 
Responsável = Utilizador Para Teste 
Email = cdteste@fc.ul.pt 
Username = cdteste 
Alias = null 
Alias 2 = null 
Forward = null 
 
Output Obtido: 
 Conta de e-mail criada. 
 
4.2.1.7  Teste 7 – Eliminar Conta Institucional 
Inputs: 
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Email = cdteste@fc.ul.pt 
 
Output Obtido: 
 Eliminou a conta 
4.2.1.8  Teste 8 – Validar Utilizador 
Inputs: 
Email =  upteste@fc.ul.pt 
Output Obtido: 
 Validou o utilizador 
 
4.2.1.9   Teste 9 – Adicionar Utilizador a Grupo 
Inputs: 
Email = upteste@fc.ul.pt 
Grupo = CI_Grupo@fc.ul.pt 
Output Obtido: 
 Utilizador adicionado ao grupo 
 
 
4.2.1.10  Teste 10 – Eliminar Utilizador de Grupo 
Inputs: 
Email = upteste@fc.ul.pt 
Grupo = CI_Grupo@fc.ul.pt 
 
Output Obtido: 
 Utilizador eliminado do grupo 
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4.2.1.11  Teste 11 – Adicionar Grupo 
Inputs: 
Nome = CI_Grupo 
Email = CI_Grupo@fc.ul.pt 
Unidade = OU=CI 
Alias = null 
Alias2 = null 
 
Output Obtido: 
 Grupo Adicionado 
 
4.3 Testes de Usabilidade 
 
Os testes de usabilidade têm por objectivo testar se a interface é passível de ser bem 
utilizada pelo utilizador e se este a entendem. Existem dois modos de realizar estes testes: 
ou através de observação de utilizadores no mundo real, ou através da realização de 
grupos de observação, em que tipicamente existe um coordenador que dá ordens ao 
grupo, observa e poderá ainda realizar questionários. 
Com vista a melhorar o resultado deste tipo de teste, optou-se por realizar uma 
observação de utilizadores no mundo real, pois por vezes usando o outro método, os 
utilizadores sentem mais pressão para realizar as tarefas de modo correcto levando a que 
cometam mais erros. Mesmo o tempo que se iria despender em realizar testes mais 
complexos, ou seja, questionários etc., seria bastante grande, tempo esse que era escasso 
devido a vários atrasos ocorridos em fases anteriores, como por exemplo a necessidade 
que se encontrou de se criar a base de dados, opção tomada já na fase de 
desenvolvimento. 
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As observações são todas anotadas num caderno e depois analisadas em conjunto. Foram 
observados 10 utilizadores, sendo que 4 desses utilizadores eram utilizadores experientes 
de informática. O local de observação foi uma sala pública do centro de informática. 
 
4.3.1 Resultados  
Verificaram-se alguns problemas ao nível do feedback, nomeadamente, quando são 
criados e validados utilizadores. Também na funcionalidade de mudança de unidade, o 
feedback não era muito claro.  
 
Não só ao nível do feedback mas também ao nível das cartas que eram geradas verificou 
erros, como é o caso nas cartas de Conta Institucional, em que o facto de o nome da conta 
criada não aparecer, levava a que muitos utilizadores não soubessem que nome se deveria 
colocar para validar esta conta, se o do responsável ou o da conta criada. 
 
Os problemas encontrados foram corrigidos, sendo que alguns dos problemas ao nível do 
feedback permitiram também melhorar outras áreas da aplicação que não tinham sido 
testadas em pleno nesta fase. 
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Capítulo 5   
Conclusão 
O trabalho realizado foi de encontro-os objectivos iniciais. Todas as funcionalidades 
propostas foram implementadas, ficando a aplicação em funcionamento e utilização por 
parte dos utilizadores dos serviços do Centro de Informática da Faculdade de Ciências.  
 
O tempo estimado para a conclusão de cada tarefa não foi cumprido, essencialmente na 
fase de desenvolvimento, não só pela pouca experiência neste tipo de tecnologia, mas 
também porque algumas das soluções inicialmente adoptadas possuíam problemas. 
Nomeadamente, na criação de caixas de correio, a primeira solução era que esta 
funcionalidade fosse executada pela aplicação Web, mas verificou-se que não era 
possível tento sido adoptada outra solução. 
 
As várias vertentes do trabalho permitiram pôr em prática diversos conhecimentos que se 
obtiveram durante todo o curso, por exemplo na fase de análise de requisitos. Foi também 
possível apreender novas tecnologias, nomeadamente o AJAX. 
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