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Der Safe Exam Browser 
Innovative Software zur Umsetzung von Online-Prüfungen 
an der ETH Zürich
Zusammenfassung
Im Folgenden wird der an der ETH Zürich entwickelte Safe Exam Brower 
(SEB)1 beschrieben, mit dem an der Hochschule Online-Prüfungen durchge-
führt werden. Es handelt sich dabei um eine Open-Source-Software, die einen 
hohen Sicherheitsstandard bei computerbasierten Prüfungsformen garantiert und 
einen wesentlichen Beitrag für eine erleichterte Organisation und rechtlich abge-
sicherte Umsetzung von anspruchsvollen Online-Prüfungsszenarien liefert.
Die Darstellung von Fallbeispielen und den daraus gewonnenen Erfahrungen 
soll zudem verdeutlichen, dass mit dem SEB eine schlanke Applikation für die 
Umsetzung von Online-Prüfungen vorhanden ist, die ohne grossen Aufwand in 
unterschiedlichen Anwendungsfeldern sowie anderen Hochschulen genutzt wer-
den kann.
1 Prüfungen als wesentlicher Bestandteil der Hochschullehre
Prüfungen, Examen, Klausuren und Testate haben an Hochschulen eine wich-
tige Bedeutung: Zum einen besitzen sie eine pädagogisch-didaktische Funktion 
im Rahmen der Hochschullehre zur Leistungsbeurteilung, indem der individu-
elle Lernerfolg und die Erreichung von Lernzielen in Form von formativen oder 
summativen Prüfungen gemessen werden (Wehr, 2007). Zum anderen haben 
sie eine formale Funktion beim Abschluss von einzelnen Lehrveranstaltungen 
und ganzen Studiengängen. Prüfungsergebnisse entscheiden letztlich über 
den Erwerb von Kreditpunkten und dienen als Grundlage für die Vergabe von 
Qualifi kationsnachweisen und Zertifi katen. Daher handelt es sich auch um 
ein juristisch bedeutsames Themengebiet, und in jeder Hochschule gibt es 
Prüfungsordnungen an den Fakultäten sowie für einzelne Studiengänge, wel-
che die Bestimmungen zur Teilnahme an der Prüfung, aber auch Regeln für 
die Durchführung und die Dokumentation der Ergebnisse beinhalten (Franke & 
Handke, 2012).
1 Informationen und Download: http://www.safeexambrowser.org
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Prüfungen an Hochschulen sind in der Regel mit einem grossen administ-
rativen und personellen Aufwand verbunden (Wannemacher, 2006). Zudem 
hat die Umstellung auf die Bachelor- und Masterstudiengänge im Rahmen 
der sog. „Bologna-Reform“ zu mehr Prüfungen und damit zu einem erhöh-
ten Ressourceneinsatz für die Planung, Durchführung und Auswertung von 
Prüfungen an Hochschulen geführt (Wolf, 2007; Dany et al., 2008). 
Technologiebasierte Lösungen in Form von sogenannten E-Assessments 
(Ruedel, 2010) und Online-Prüfungen (Wannemacher, 2007) bieten Ansätze, 
den personellen und zeitlichen Aufwand für Prüfungen zu reduzieren, und wer-
den daher seit einigen Jahren diskutiert und umgesetzt. Vorherrschende Frage-
stellungen, die sich in diesem Zusammenhang stellen, betreffen vor allem didak-
tische, aber auch organisatorische sowie rechtliche Aspekte (Schmucki, 2010; 
Franke & Handke, 2012): Welche Frage-, Test- und Prüfungsformen lassen 
sich technisch umsetzen und auswerten? Ist es in jedem Fall notwendig, dass 
spezielle Prüfungsräume mit eigener Hardware und sicherer Netzanbindung 
für die Online-Prüfungen eingerichtet und administriert werden? Wie können 
Manipulationen, Betrugsversuche, Plagiate oder die Informationsbeschaffung aus 
dem Internet verhindert oder zumindest eingeschränkt werden? 
Bedingt durch den zunehmend selbstverständlichen Einsatz von mobilen 
Rechnern im Alltag und im Studium verzichten viele Hochschulen auf einen 
Aus bau von zentraler Arbeitsplatzrechner-Infrastruktur für die Studierenden und 
schreiben stattdessen teilweise die Anschaffung von privater Hardware für man-
che Studiengänge vor. Dadurch steigt der Bedarf nach einer Lösung, mit der 
Online-Prüfungen auch auf privaten Rechnern sicher durchgeführt werden kön-
nen, die nicht von der Hochschule verwaltet werden. Dieser Gerätepark wird 
in der Regel bezüglich Hard- und Software sehr heterogen sein, denn häufi g 
werden nur Richtlinien zur minimalen Ausstattung der für das Studium genutz-
ten privaten Rechner aufgestellt. Meist müssen dabei mindestens die zwei 
Plattformen Windows und Mac OS X unterstützt werden.
Neben spezialisierten Prüfungssystemen kommerzieller Anbieter sind gerade 
an Hochschulen Open-Source-Prüfungssysteme auf der Basis von Learning-
Management-Systemen (LMS) wie Moodle, ILIAS, OLAT und anderen weit 
verbreitet. Geschlossene Prüfungssysteme wollen die jeweils angepriesene 
hohe Sicherheit unter anderem durch das Konzept „aus einem Guss“ errei-
chen, was aber Nachteile in der Flexibilität und der fehlenden Anpassbarkeit 
an eigene Bedürfnisse mit sich bringt. Darüber hinaus bedingen sie immer ein 
Umgewöhnen für Dozierende als auch Studierende an ein neues Werkzeug 
und dies im naturgemäß anspruchsvollen Prüfungskontext. Außerdem kön-
nen Sicherheitsaspekte dann zumeist nicht unabhängig abgeklärt werden, was 
bei SEB durch das Open-Source-Konzept möglich ist. Durch die Offenheit des 
Quellcodes sowohl in den Prüfungssystemen als auch beim SEB ergeben sich 
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zahlreiche Möglichkeiten für neue Prüfungsszenarien sowie für individuelle 
Weiterentwicklungen an anderen Hochschulen, die dann auch wieder als Beitrag 
in das Open-Source-Projekt des SEB einfl ießen können.
2 Der Safe Exam Browser (SEB)
Der SEB ist ursprünglich ab Mitte 2008 im Rahmen eines Open-Source-
Projekts an der Universität Gießen und der ETH Zürich2 entstanden. Die 
Weiterentwicklung an der ETH Zürich wird seit 2010 durch das Förderprogramm 
AAA/SWITCH3 unterstützt.
Beim SEB handelt es sich um eine Software-Applikation, die analog zu einem 
Web browser eine plattformunabhängige Darstellung und interaktive Nutzung 
von webbasierten Inhalten ermöglicht. Im Fall des SEB geht es dabei um den 
abgesicherten Zugriff auf serverbasierte Testumgebungen. Der SEB unter-
stützt derzeit primär die Zusammenarbeit mit den LMS-Moodle sowie ILIAS, 
wurde aber auch bereits erfolgreich mit der SIOUX-Prüfungssuite4 eingesetzt. 
Anbindungen an weitere Testumgebungen für Einsätze an anderen Hochschulen 
sind relativ leicht zu realisieren.
Durch die Plattformunabhängigkeit kann die Applikation sowohl auf Rechnern 
mit Windows- als auch mit Mac-Betriebssystem installiert werden. Der SEB 
macht jeden Rechner zu einer abgesicherten Arbeitsstation, indem verschiedene 
Systemfunktionen wie zum Beispiel das Umschalten auf andere (unerwünschte) 
Applikationen, gewisse Tastenkombinationen zur Systemsteuerung oder die 
Nutzung des Internet temporär eingeschränkt oder gänzlich ausgeschaltet werden 
können. Durch den hohen Sicherheitsstandard des SEB ist es möglich, unter-
schiedliche Hardware wie zum Beispiel studentische Notebooks oder öffentliche 
Computerräume für Prüfungen zu nutzen. Nach einer abgeschlossenen Online-
Prüfung wird der Computer mit dem Beenden des SEB in seinen ursprünglichen 
Zustand zurückversetzt. Somit ist es nicht unbedingt notwendig, Räume mit spe-
zieller Hardwareausstattung eigens für Prüfungen einzurichten und zu verwalten.
2.1 Technische Basis und Architektur
Der Safe Exam Browser ist eine Kiosk-Software (Miller et al., 2010), die eine 
abgesicherte Steuerung von Browser-Komponenten ermöglicht, wobei der SEB 
sowohl auf XULRunner (Firefox-/Mozilla-Engine) als auch auf WebKit (Safari-
Engine) aufbauen kann. Da die Applikation während der Ausführung diverse 
2 ETH-Projektseite: http://www.let.ethz.ch/projekte/closed/seb
3 Förderprogramm AAA/SWITCH: http://www.switch.ch/de/aaa
4 Projekt SIOUX: http://www.cta.ethz.ch/computerbased_assessment/sioux
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Systemfunktionen unterbinden oder steuern muss, ist sie systemnah program-
miert: Die Windows-Version verwendet C++ und C#, die Mac OS X-Version 
ist in Objective-C/Cocoa programmiert. Der SEB als reine Kiosk-Applikation 
(ohne Einsatz der Browser-Komponente) kann auch einfach und fl exibel zum 
Absichern der Computer für Prüfungen mit ausgewählten Drittapplikationen wie 
spezialisierten Prüfungsapplikationen oder fachspezifi scher Testsoftware einge-
setzt werden.
 
BrowserKiosk-Applikation
Learning 
Management 
Systems
ILIAS, Moodle
startet URL zum 
Test
Dritt-
Applikation
startet
 
Abb. 1: Schematische Darstellung der Verknüpfung von SEB mit einem LMS per 
Browser sowie zur Einbindung einer prüfungsrelevanten Drittapplikation. 
Die Browser-Komponente des SEB kann alle üblichen Elemente von Webseiten 
dar stellen, inklusive Video-, Audio-, Java- und Plugin-Inhalten (Flash usw.). 
Sie verfügt aber nicht über die üblichen Navigationselemente wie Adresszeile 
oder Suchmaschinenfeld. Die Startadresse der Prüfung beziehungsweise einer 
Prüfungsportalseite (mit Links auf die jeweils aktuellen Prüfungen) wird vor-
konfi guriert, sodass sich der SEB nach dem Starten automatisch damit verbindet.
Die eigentlichen Prüfungen laufen in der Regel im Quiz-Modul innerhalb 
eines LMS ab. Für den SEB wurden Erweiterungen zu diesen Modulen in 
Moodle und ILIAS realisiert, sodass SEB hier „out of the box“ funktioniert. 
Die Erweiterungen gewährleisten eine sichere Durchführung der Prüfungen 
und sind inzwischen im Core-Code beider Lernplattformen integriert. Durch 
spezielle Skins (Themes) werden die Navigationselemente der LMS wäh-
rend der Prüfung ausgeblendet. Die Prüfungskandidaten können also nicht per 
Link aus dem Prüfungsmodul heraus in den allgemeinen Bereich des LMS 
gelangen. Außerdem wird so der Zugang zu den häufi g im LMS vorhan-
denen Kommunikationsmöglichkeiten (Messaging, Chat) unterbunden. Die 
„Secure Browser“-Option in Moodle bietet außerdem die Möglichkeit, die 
Ausführung der Prüfung im SEB zu erzwingen. Diese Einstellungen lassen 
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sich bei der Erstellung der Tests durch den Dozierenden in den entsprechenden 
Lernplattformen konfi gurieren.
Der SEB ist als abgesicherter Webbrowser grundsätzlich in der Lage, mit jedem 
webbasierten Prüfungssystem zusammenzuarbeiten. Deswegen ist der Einsatz 
keinesfalls auf die ausdrücklich unterstützten LMS-Prüfungsmodule beschränkt. 
Zusätzliche Sicherheitsfunktionalitäten und sicherheitstechnisch herausfor-
dernde Szenarien wie der Einsatz auf nicht zentral verwalteten Rechnern werden 
aber zunehmend ein engeres Zusammenspiel von SEB mit den entsprechenden 
Prüfungssystemen erfordern, siehe dazu Kapitel 4 „Roadmap SEB: Ausblick auf 
die weitere Entwicklung“.
Neben der Anbindung über das Internet bzw. Intranet an ein Online-Prüfungs-
system kann SEB zusätzliche, auf dem Prüfungsrechner installierte Appli-
kationen zur Benutzung während einer Prüfung zulassen. 
2.2 Vorteile der Kiosk-Applikation SEB
Die Vorteile von SEB als Kiosk-Applikation liegen vor allem in der Tatsache, 
dass es sich um eine Software handelt, die sowohl für Windows als auch Mac 
bereitgestellt wird und aufgrund der geringen Größe (ca. 30 MB) über Client-
Delivery-Systeme auf die Hardware in Computerräumen oder als Download 
direkt auf die studentischen Rechner verbreitet werden kann.
Die Natur einer Applikation impliziert dabei, dass die Kompatibilität des SEB zu 
unterschiedlicher Hardware groß ist: Sofern auf den entsprechenden Rechnern 
eine der unterstützten Betriebssystem-Versionen installiert ist, kann der SEB 
darauf ausgeführt werden. Die Installation des SEB ist dabei auch nicht auf-
wändiger als bei anderer üblicher Software. Dies grenzt den SEB unter ande-
rem von Lösungen ab, die für Prüfungen ein speziell konfi guriertes und damit 
abgesichertes Betriebssystem starten. Diese Lösungen versprechen zwar eine 
hohe Sicherheit, sind aber im Vergleich mit der SEB-Applikation für Windows 
und Mac OS X unfl exibel. Insbesondere ist der Aufwand groß, um für jede 
Prüfung ein entsprechendes Boot-Image zu erstellen und zu testen. Falls meh-
rere Rechner-Typen verwendet werden, muss ein entsprechendes System 
für jede Hardware die korrekten Treiber beinhalten und entsprechend getes-
tet werden, was schon in verwalteten Umgebungen sehr aufwändig ist. Für 
die Verwendung auf mannigfaltiger privater studentischer Hardware ist der 
Aufwand unverhältnismäßig hoch, weil es immer Hardware geben kann, die 
Inkompatibilitäten zu einem Boot-Image aufweist. Gerade bei Prüfungen kön-
nen aber schon kleine Treiberprobleme wie beispielsweise bei ungewöhnlichen 
Tastaturbelegungen oder anderen Ein- und Ausgabegeräten eine Benachteiligung 
der Prüfungskandidaten mit der entsprechenden Hardware auslösen.
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Die Anbindung an das LMS ermöglicht es Dozierenden, innerhalb ihrer gewohn-
ten Umgebung die Prüfungen und Tests zu erstellen. Die Studierenden wiede-
rum können somit die Prüfungen in der gewohnten Online-Lernumgebung absol-
vieren. Schulungen oder Einführungsveranstaltungen zur Testsoftware entfallen, 
was den Aufwand bei der Umstellung auf Online-Prüfungen in der Hochschule 
senkt und daher ein ressourcenschonendes Vorgehen darstellt.
Durch die Flexibilität von SEB besteht zudem die Möglichkeit, weitere fach-
spezifi sche und prüfungsrelevante Drittapplikationen (beispielsweise einen PDF-
Reader, den Windows-Taschenrechner, Excel oder das Statistikpaket R) einzu-
binden und multimediale Prüfungsformen umzusetzen. Somit ist eine Anpassung 
an die Bedürfnisse von unterschiedlichen Fachbereichen und Organisationen 
relativ einfach zu realisieren.
Die Authentifi zierung erfolgt mithilfe des studentischen Logins am LMS, mit 
dem auch der individuelle Zugang zur Prüfungsumgebung geregelt wird. In 
Kombination mit der Vorlage des persönlichen Ausweises zur Identifi kation 
der Person ist dies für die Teilnahme an der Online-Prüfung zumeist juris-
tisch ausreichend. Durch die sichere Verbindung per SEB ist die Nutzung uner-
laubter Hilfsmittel und Informationen aus dem Internet ausgeschlossen. Durch 
diese Personalisierung sowie durch eine zufällige Reihenfolge der Fragen in der 
Testumgebung kann das Risiko eines Betrugs bei der Prüfung enorm gesenkt 
werden. 
3 Fallbeispiele
Da SEB seit einigen Jahren für die Umsetzung von Online-Prüfungen eingesetzt 
wird, können im Folgenden Erfahrungen in Form von Fallbeispielen vorgestellt 
werden:
3.1 Prüfung zur Vorlesung „Systematische Botanik“
In diesem Fall wurde der SEB zusammen mit der Test- bzw. Quiz-Umgebung 
in ILIAS genutzt. Es handelte sich um eine Semesterprüfung mit rund 220 
Studierenden. In der Prüfung wurden Multiple-Choice (MC)-, Zuordnungs-, 
Anordnungs-, Kurzantwort- und Freitext-Fragen eingesetzt.
In der Prüfung starten die Studierenden den SEB, der auf eine Portalseite 
zugreift, wo – neben allgemeinen Informationen zur Prüfung – der direkte Link 
zur Testumgebung in ILIAS aufgeschaltet ist. Der Einsatz von SEB war ein 
Erfolg, da in der Umsetzung keine Probleme auftraten. Im August 2012 wird die 
Prüfung jedoch mit der Herbar-Software, einer Eigenentwicklung des Dozenten 
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(Baltisberger, 2009) durchgeführt. SEB erlaubt das Starten der Herbar-Software 
parallel zur Online-Prüfung. Die Studierenden müssen dann mithilfe der Bilder 
in der Herbar-Software fachspezifi sche Fragen beantworten.
3.2 Prüfung zur Vorlesung „Biomedical Engineering“ 
In dieser Lehrveranstaltung wird der SEB in Zusammenhang mit Moodle 
für eine Semesterendprüfung mit bis zu 60 Studierenden eingesetzt. Es kom-
men dabei MC-, Kurzantwort-, Lückentext-, Zuordnungs- und Freitext-Fragen 
zum Einsatz. Dabei werden Erfahrungen mit räumlich getrennten Prüfungen 
(Distance Assessment) gesammelt. Im letzten Durchgang nahmen erstmals sogar 
zwei Studierende an anderen Standorten als der ETH Zürich, nämlich in Sion 
(Schweiz) und in den USA, teil. Die Studierenden starten den SEB, der auf eine 
Portalseite zugreift, auf der ein direkter Link zur Prüfung in Moodle führt. Der 
Einsatz des SEB erfolgte bisher ohne Probleme. Schon mehrmals haben einzelne 
Studierende diese Prüfung an externen Standorten unter fachkundiger Aufsicht 
absolviert. Sie griffen jeweils zeitgleich mit den anderen Studierenden auf die 
Prüfung in Moodle zu. 
3.3 Prüfung zur Vorlesung „Einsatz von Informatikmitteln“
Für die Semesterendprüfung dieser Lehrveranstaltung wird SEB mit der SIOUX-
Prüfungssuite eingesetzt. Dabei werden MC-, Kurzantwort-, Lücken text-, 
Zuordnungs- und Freitext-Fragen verwendet. Aufgrund der hohen Teil nehmer-
zahl von bis zu 300 Studierenden werden alle momentan an der ETH verfügba-
ren, zentral verwalteten Computerarbeitsräume benutzt und die Prüfung in zwei 
Gruppen bzw. Durchgängen durchgeführt. 
Über einen Link auf der Prüfungsportalseite rufen die Studierenden das SIOUX-
Prüfungssystem auf, das als Java-Drittapplikation auf dem Prüfungsrechner 
läuft, der durch die SEB-Kioskapplikation abgesichert wird. Bei der seit Jahren 
durchgeführten Prüfung haben sich SEB und die SIOUX-Prüfungssoftware 
als eine sehr robuste und zuverlässige Kombination für Online-Prüfungen 
bewährt. SIOUX bietet dabei als zusätzliches Sicherheitselement einen automa-
tischen Offl ine-Modus an, dank dem Prüfungen selbst bei zwischenzeitlichen 
Netzwerkausfällen weitergeführt und abgeschlossen werden können.
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3.4 Zusammenfassung der Erfahrungen aus den Fallbeispielen
Die vorgestellten Beispiele zeigen typische Formen von Online-Prüfungen an 
Hochschulen. Zudem wird deutlich, in welcher Form SEB diese computer- bzw. 
netzbasierten Prüfungen unterstützt und den Workfl ow von der Planung über die 
Umsetzung, Auswertung und Dokumentation vereinfacht.
SEB ist einfach mit einem Softwareverteilungssystem auf die Rechner in den 
öffentlichen Computerarbeitsräumen der ETH Zürich zu installieren. Ein 
Windows-Skript sorgt dafür, dass der Shortcut des SEB nur zur Zeit der Prüfung 
auf dem Desktop erscheint. SEB leitet dann die Studierenden zur Prüfung und 
die Arbeitsstation ist abgesichert.
Zahlreiche weitere neuartige Prüfungsszenarien sind denkbar und einige davon 
befi nden sich momentan im Stadium der Detailplanung. So wird an der ETH 
beispielsweise der zukünftige Einsatz von stiftbasierten Annotationssystemen 
evaluiert, sodass handschriftliche Notizen und Skizzen in Prüfungen ohne einen 
Medienbruch zwischen der Online-Prüfung und zusätzlichen Prüfungsfragen auf 
Papier realisiert werden könnten. 
4 Roadmap SEB: Ausblick auf weitere Entwicklungsschritte 
Im Jahr 2012 wird einerseits die Usability von SEB weiter verbessert, damit 
die Handhabung intuitiver und die Software noch einfacher zu verwalten und 
zu bedienen ist. Der andere Schwerpunkt ist die Erhöhung der Sicherheit, ins-
besondere beim Einsatz von Prüfungsrechnern, die nicht zentral verwaltet wer-
den. Da die Möglichkeit, Online-Prüfungen auf privaten studentischen Rechnern 
durchzuführen, auf ein breites Echo gestoßen ist, wird die Software für dieses 
Einsatzszenario weiterentwickelt. Außerdem dienen kontinuierliche Updates und 
Tests dazu, die Sicherheit und Validität von Prüfungen auch zukünftig gewähr-
leisten zu können. 
Ein erster Schritt zur Erhöhung der Sicherheit und zur weiteren Minimierung des 
administrativen Aufwands soll durch neue, individuelle Konfi gurationsdateien 
erreicht werden. Dazu kann eine verschlüsselte Datei mit dem eigenen Datei-Typ 
„.seb“ angelegt werden. Durch den Aufruf dieser Konfi gurationsdatei wird SEB 
dann automatisch mit den entsprechenden Einstellungen gestartet. SEB muss 
zuvor auf dem Rechner installiert werden, dabei sind aber keine Einstellungen 
vorzunehmen. Somit wird eine erhöhte Individualisierung der Applikation 
ermöglicht, bei gleichzeitig vereinfachter Verteilung und Installation: Studie-
ren de können SEB direkt auf der offi ziellen Website www.safeexambrowser.org, 
im Mac-App-Store oder dem zukünftigen Windows-8-Store herunterladen. Die 
individuelle Konfi guration und der Start von SEB für eine Prüfung soll mit dem 
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Anklicken einer entsprechend vorbereiteten „.seb“-Datei beispielsweise auf einer 
Prüfungsportalseite der Hochschule aus einem Standardwebbrowser heraus erfol-
gen.
4.1 Prüfungen auf privaten studentischen Rechnern
Mittlerweile hat sich klar herausgestellt, dass eine dritte Komponente zusätz-
lich zu den Prüfungsrechnern und dem LMS-Server mehr Sicherheit und mehr 
Komfort bei Online-Prüfungen bringen würde. Neben den in der nachfolgen-
den Abbildung erwähnten Funktionalitäten könnte mit dem SEB-Server auch 
eine kontinuierliche Überwachung der Prüfungsrechner realisiert werden. Damit 
könnten mögliche Manipulationsversuche (die technisch kaum verhindert wer-
den können) wie beispielsweise das Neustarten eines Rechners während der 
Prüfung an den zentralen SEB-Server gemeldet und dort aufgezeichnet werden. 
Ebenfalls wäre damit eine zentrale und bequeme Einstellung der Konfi guration 
der SEB-Instanzen möglich.
Software-
Verteilsystem 
der Hoch-
schule
SEB-
Server
LMS-Server
Moodle
ILIAS
OLAT
1) Student lädt 
SEB herunter 
und installiert 
SEB auf seinem 
Notebook
2) Student startet 
SEB, der sich 
automatisch mit 
dem SEB-Server 
verbindet
3) Student wählt 
aus einer Liste die 
entsprechende 
Prüfung aus
4a) SEB-Server schickt 
SEB-Konfiguration, 
Quiz-URL und ein 
Quiz-Token an SEB
4b) SEB-Server 
schickt Quiz-
Token an 
Prüfungsserver
5) SEB verbindet sich mit dem 
Quiz. Nach erfolgreicher 
Validierung des Tokens kann 
die Online-Prüfung beginnen.
Studentisc
hes Notebo
ok
Abb. 2: SEB-Server: Sichere Online-Prüfungen mit SEB auf privaten studentischen 
Notebooks.
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Das hier skizzierte Funktionsprinzip und dessen technische Umsetzung wird 
gegen wärtig präzisiert. Ziel ist es, dass der SEB-Server möglichst einfach auf 
gängigen Server-Systemen installiert werden kann. Da die Benutzung von 
Webse rvices zur Kommunikation mit den Prüfungsrechnern und dem LMS beab-
sichtigt ist, könnte auch ein Betrieb auf einem bestehenden Webserver möglich 
sein. Mittels eines bedienerfreundlichen Web-Backends soll die Vorbereitung 
und Durchführung der Prüfungen erleichtert werden.
4.2 Portierung auf weitere Betriebssysteme und Tablets 
Die Portierung von SEB auf Windows 8 und Mac OS X 10.8 soll die Kompati-
bilität zu den neuesten Betriebssystemversionen sicherstellen. Insbesondere sol-
len die in diesen Betriebssystemen integrierten neuen Sicherheitsfunktionalitäten 
wie die Applikations-Signierung verwendet werden, um die Integritätssicherung 
von SEB zu verbessern. Außerdem könnte eine Portierung auf Windows 8, iOS 
und Android neue Möglichkeit eröffnen, zukünftig Online-Prüfungen per Tablets 
oder anderen mobilen Endgeräten absolvieren zu können.
5 Fazit
Am Beispiel des Safe Exam Browsers wird deutlich, welche Möglichkeiten heut-
zutage bestehen, E-Assessments und Online-Prüfungen ohne unverhältnismäßi-
gen personellen und zeitlichen Aufwand sicher umzusetzen. Dabei werden die in 
naher Zukunft geplanten Erweiterungen SEB nochmals neue Anwendungsfelder 
erschließen und die Sicherheitsansprüche für weitere Einsatzbereiche erfüllen.
SEB wird denn auch in einer wachsenden Zahl von Organisationen einge-
setzt, sei es routinemäßig oder im Pilotbetrieb. Im Hochschulbereich beispiels-
weise an den Universitäten Gießen, Marburg, Köln, Hamburg, am virtuellen 
Campus Rheinland-Pfalz (Verbund von 12 Hochschulen), dem Verbund sächsi-
scher Hochschulen (13 Hochschulen) und an verschiedenen Fachhochschulen. 
Auch zahlreiche Universitäten, Fachhochschulen und andere Bildungsanbieter 
in den USA, den Niederlanden, Israel, Indien und weiteren Ländern gehören 
zu den SEB-Anwendern. Im Unternehmensumfeld wird beispielsweise in der 
Fluglotsenausbildung bei der Skyguide AG auf die Kombination von SEB mit 
dem LMS ILIAS gesetzt. SEB wird so durch eine wachsende Nutzer gemein-
schaft unterstützt, die neben dem deutschsprachigen Raum auch in der englisch-
sprachigen Moodle-Community und deren Hochschulen etabliert ist.
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