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У більшості юрисдикцій однією з категорій 
інформації, право на нерозкриття якої гаранту-
ється національним законодавством, є комерцій-
на інформація, яка має суттєве значення для 
бізнес-інтересів та конкурентного становища 
компанії. В рамках міжнародного режиму право-
вого регулювання інформація такого роду є 
об’єктом особливого захисту в сферах торгового 
права та антимонопольного права. Угода про тор-
говельні аспекти прав інтелектуальної власності 
[1] (далі – ТРІПС) від 15 квітня 1994 року стала 
першим міжнародним договором, де прямо ви-
знається необхідність захисту конфіденційної ін-
формації як об’єкта, що має самостійну цінність. 
Таким чином, інформація, яка не відповідає кри-
теріям захисту, передбаченим нормами права 
промислової власності або авторського права 
(тобто не становить частину корисної моделі, 
промислового зразка, не відповідає критеріям па-
тентоздатності тощо), може підлягати захисту на 
підставі положень ТРІПС. Тобто цей тип захисту 
надається поряд з іншими режимами інтелекту-
альної власності, такими, як патентне право та 
авторське право (зауважимо, що згідно з україн-
ським законодавством аналогом такої категорії 
інформації є комерційна таємниця, яка статтею 
420 ЦКУ визнається самостійним об’єктом права 
інтелектуальної власності). 
Водночас внесена конфіденційної інформації 
до предмета регулювання ТРІПС супроводжува-
лось гострими дискусіями (група держав – учас-
ниць Уругвайського раунду виступала проти 
включення відповідних положень до тексту уго-
ди), і до сьогодні вважається новелою міжнарод-
ної системи захисту інтелектуальної власності 
[7, р. 408; 10, р. 37; 11, р. 634–635]. Прогресив-
ність цих положень полягає в тому, що можли-
вість ефективного захисту приватної комерцій-
ної інформації на підставі міжнародно-визнаних 
норм сприяє зменшенню бар’єрів у міжнародній 
торгівлі та розвитку обміну технологіями [11, 
р. 633–634; 8, р. 272–273]. А отже, відповідні по-
ложення ТРІПС, які закріплюють гарантії захис-
ту такої інформації, спрямовані на досягнення 
основних цілей всієї міжнародної системи регу-
лювання інтелектуальної власності, відображе-
них у статті 8 (2) ТРІПС (ця норма дає державам-
учасницям змогу вживати необхідних заходів 
для запобігання «…використанню практики, яка 
непомірно обмежує торгівлю чи негативно впли-
ває на передачу технологій між країнами» (кур-
сив мій. – С. І.)).
Предмет регулювання
Стаття 39 (1) ТРІПС передбачає зобов’язання 
держав-учасниць надавати захист «нерозголо-
шеній інформації» («undisclosed information»), 
яка відповідає критеріям, визначеним у частині 
2 цієї статті. 
Зазначимо, що термін «нерозголошена інфор-
мація» не є загальновживаним в різних націо-
нальних правових системах. Він був обраний з 
метою забезпечення єдності тлумачення, оскіль-
ки інші суміжні терміни мають різне значення в 
різних правових системах, а в деяких випадках 
охоплюються традиційними поняттями промис-
лової власності, режим регулювання яких в світі 
знову ж таки не є універсальним [8, р. 271; 11, 
р. 637; 6, р. 58].
Незважаючи на намагання забезпечити тер-
мінологічну точність, з погляду змісту саме по-
няття «нерозголошеної інформації» досить важ-
ко відокремити від суміжних категорій, які є 
більш традиційними для континентальної та 
англо-саксонської правових систем. Так, сама 
угода ТРІПС не містить визначення цього понят-
тя, натомість встановлюючи необхідні ознаки 
інформації, яка підлягає захисту. Водночас в ав-
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торитетних західних юридичних джерелах тер-
міну «нерозголошена інформація» надається та-
ке саме значення, як і термінові «ноу-хау», який 
визначається як знання, необхідні для викорис-
тання запатентованого винаходу, та вміння про-
водити запатентований процес [11, р. 637]. У ши-
рокому тлумаченні ця категорія охоплює як ко-
мерційну, так і технічну інформацію, а також 
як конфіденційну ділову інформацію загального 
характеру, так і відомості, що мають цінність 
для ведення діяльності в окремій сфері виробни-
цтва. При цьому типовими формами ноу-хау ви-
знаються опис виробничого процесу, рецепт (для 
фармацевтичних виробів), формула, ескіз або 
малюнок [3].
Таке визначення нерозголошеної інформації 
відповідає визначенню поняття «комерційна та-
ємниця», наведеному в Єдиному федеральному 
законі США про комерційні таємниці: «…форму-
ла, модель, компіляція, програма, пристрій, спо-
сіб, техніка або процес» [4], що відповідають 
низці вимог (економічна цінність, відсутність за-
гальновідомого характеру, вжиття заходів для 
збереження таємниці), які в цілому є аналогічни-
ми вимогам, передбаченим аналізованим поло-
женням ТРІПС. При цьому дослідники зазнача-
ють, що поняття «комерційна таємниця» в право-
вій системі США також охоплює ноу-хау [5].
Особливість інформації, яка є предметом ре-
гулювання ТРІПС, зумовлюється загальними ці-
лями цього договору. Нагадаємо, що положення 
ТРІПС як міжнародної угоди необхідно розгля-
дати із застосуванням основоположних прин-
ципів тлумачення, передбачених Віденською 
конвенцією про право міжнародних договорів. 
Відповідно до статті 31 Конвенції терміни між-
народного договору мають тлумачитись у кон-
тексті та у світлі об’єкта і цілей договору. 
Таким чином, інформація як об’єкт захисту від-
повідно до ТРІПС, враховуючи загальну спрямо-
ваність цього договору, повинна мати зв’язок з 
торгівельною діяльністю [11, р. 637]. Більше 
того, стаття 39 ТРІПС, яка встановлює право на 
захист нерозголошеної інформації, прямо визна-
чає мету регулювання як «забезпечення ефек-
тивного захисту від недобросовісної конкурен-
ції». У зв’язку з цим у літературі висловлено 
думку, що інформація, яка не впливає на конку-
рентне становище особи, не охоплюється сфе-
рою дії статті 39, навіть якщо така інформація 
має необхідний елемент конфіденційності [11, 
р. 637].
Необхідні ознаки інформації 
як об’єкта захисту 
Стаття 39 (2) ТРІПС гарантує право фізичних 
та юридичних осіб на захист інформації, яка пе-
ребуває під їхнім контролем, якщо така інформа-
ція: a) є секретною у тому розумінні, що вона як 
єдине ціле або у точній сукупності та поєднанні 
її компонентів не є загальновідомою або доступ-
ною для осіб у колах, що зазвичай мають справу 
з інформацією, про яку йдеться; б) має комерцій-
ну цінність через те, що вона секретна; в) збері-
гається у секреті внаслідок вжиття за відповід-
них обставин певних заходів особою, яка закон-
но здійснює контроль за цією інформацією [1].
Конфіденційність. Основним виміром кон-
фіденційності є рівень доступності інформації. 
Інформація, яка перебуває в публічному доступі, 
втрачає ознаку конфіденційності, а отже, не під-
лягає захисту. Хоча чіткої межі «загальнодоступ-
ності» не існує, критерій формулюється таким 
чином: інформація не є публічно доступною, як-
що вона зберігається з рівнем конфіденційності 
достатньо високим, щоб ускладнити для членів 
громадськості можливість отримання цієї інфор-
мації у законний спосіб [9, р. 50].
Зауважимо, що загальнодоступність у розу-
мінні положення статті 39 означає не доступ-
ність для широкої громадськості, а доступність 
для осіб у колах, що зазвичай мають справу з ін-
формацією такого роду (так звана відносна се-
кретність). При цьому до кола таких осіб нале-
жать, але не тільки, наявні конкуренти компанії. 
Таким чином, це положення ТРІПС вимагає про-
ведення аналізу доступності інформації в кон-
кретно взятому секторі виробництва, за цього 
враховується природа інформації, специфіка її 
використання, комерційна цінність та здатність 
надавати економічну перевагу в цьому секторі 
[11, р. 639].
Крім того, розкриття (приміром публікація) 
інформації будь-де в світі не обов’язково озна-
чає, що така інформація перестала бути конфі-
денційною з погляду статті 39 ТРІПС (на відміну 
від, наприклад, стандартів патентоздатності, які 
передбачають, що інформація, будь-яким чином 
опублікована, не містить необхідної ознаки «но-
визни») [8, р. 282–283]. Так, залежно від випад-
ку, інформація, опублікована за кордоном, можне 
не бути «загальновідомою або доступною» для 
осіб, що зазвичай мають справу з такою інфор-
мацією у конкретній країні. 
Щодо комерційних таємниць постає запитан-
ня, чи вважається загальнодоступною інформа-
ція, яка містить комерційну таємницю, якщо та-
ка інформація може бути отримана шляхом зво-
ротного інжинірингу (тобто вивчення технології 
з метою створення аналогічного продукту) або 
аналізу конкурентного продукту, після випуску 
продукту на ринок. Норми ТРІПС прямо не регу-
люють це питання. Водночас зворотний інжині-
ринг, прямо не заборонений статтею 39, в бага-
тьох юрисдикціях вважається законним, або 
принаймні допустимим за певних визначених 
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законодавством умов, способом отримання ін-
формації про продукт [11, р. 640]. 
В юридичній літературі переважно дається 
заперечна відповідь на поставлене запитання. З 
одного боку, інформація не може вважатись за-
гальнодоступною, якщо члени громадськості не 
можуть зрозуміти зміст таємниці без проведення 
спеціального дослідження, яке часто потребує 
професійних знань [9, р. 53]. З іншого боку, основ-
ною метою ТРІПС є встановлення мінімальних 
стандартів захисту, а тому розглядати саму мож-
ливість зворотного інжинірингу як розміщення 
інформації в публічному доступі означало б над-
то звужувати сферу захисту [11, р. 640]. 
Відповідно до статті 39 конфіденційною мо-
же вважатись не лише інформація як така, а точ-
на конфігурація або поєднання її елементів, які 
самі по собі не є конфіденційними (наприклад 
список адрес споживачів), оскільки саме сукуп-
ність таких елементів надає інформації комер-
ційну цінність.
Таким чином, для захисту комерційної інфор-
мації:
 об’єктивна секретність є обов’язковою під-
ставою захисту;
 відносна секретність – достатня підстава за-
хисту;
 конфіденційність інформації, яка становить 
поєднання певних компонентів, не може запе-
речуватись на тій підставі, що окремі або всі з 
таких компонентів загальнодоступні;
 необхідною умовою захисту є вжиття розум-
них заходів, спрямованих на збереження кон-
фіденційності, особою, яка на законних під-
ставах здійснює контроль над такою інфор-
мацією.
Комерційна цінність. Стаття 39 ТРІПС ви-
значає, що комерційна цінність інформації зу-
мовлюється її конфіденційним характером. 
Проте вимога причинно-наслідкового зв’язку 
не дає відповіді на запитання, чи повинен ре-
жим конфіденційності бути виключною причи-
ною комерційної цінності інформації. Дослід-
ники вважають, що при визначенні комерційної 
цінності істотну роль відіграють також еконо-
мічні переваги, які надає така інформація особі, 
що нею володіє [11, р. 641]. Таким чином, осно-
вна цінність комерційної таємниці полягає у 
підвищенні конкурентоспроможності та покра-
щенні ринкового становища особи, що володіє 
такою таємницею.
Підсумовуючи, інформація, захист якої може 
вимагатись на підставі угоди ТРІПС, повинна 
відповідати чітко встановленим вимогам: мати 
конфіденційний характер; комерційну цінність; 
бути об’єктом заходів, що вживаються з метою 
збереження конфіденційності. З формулювання 
статті 39 випливає, що будь-яка інформація, яка 
відповідає наведеним вимогам, підпадає під дію 
її гарантій, а отже, застосування інших критеріїв, 
таких, наприклад, як правдивість інформації, не 
є допустимим. У зв’язку з цим у літературі ви-
словлюють думку, що інформація, яка не відпо-
відає дійсності, але у визначених обставинах має 
комерційну цінність, також підлягає захисту на 
підставі ТРІПС [8, р. 281].
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S. Ilchenko
INFORMATION AS A SUBJECT MATTER OF PROTECTION UNDER THE TRIPS
Upon adoption of the TRIPS, private commercial information is protected as an independent asset under 
the international intellectual property legal regime. The article provides a brief analysis of the prerequisites 
for protection of commercial information envisaged by the TRIPS.
Keywords: TRIPS, undisclosed information, confi dentiality, relative secrecy, commercial value.
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