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ABSTRACT 
 
 
 
Data security is very necessary to maintain a critical and confidential data. One 
method used is data encryption techniques, which in the know with the science of 
cryptography. In this way the original data is encoded or the encryption to confidential 
data so that data will not be meaningful to an unauthorized person who managed to 
access the assets or information. Among the methods that use cryptographic algorithms 
are the algorithm vinegere and caesar subtitution. 
Research data security is a title in the combined algorithm and caesar subtitution 
vinegere LBS method into an application is mutually beneficial to secure the txt file where 
the txt file as the original data encrypted with vinegere and after that the encryption back 
to the methods section. This research was conducted by collecting information with 
literature methods, methods of documentation and observation methods. Following 
information were obtained, we then conducted data analysis and system requirements. 
After the analysis phase is completed followed by a design which consists of designing 
application context diagram, DFD design (data flow diagrams), design flowchart and 
interface design. After the design phase is completed and then forwarded to the 
implementation of program testing program. 
The results of this study is a security application data using algorithms vinegere 
and caesar subtitution. This application is able to encrypt a txt text file. Results of testing 
the success rate of encryption and decryption of the application obtained by the 
percentage of 100% as expected. Based on the testing program can be concluded that 
this application useful and handy to keep your data secure files. Txt. 
 
Keyword : cryptograph, vinegere, caesar 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
1. PENDAHULUAN 
 
Implementasi keamanan data ditujukan untuk membantu mengatasi masalah 
keamanan dokumen yang di buat atau di simpan dari pencurian dokumen baik yang 
penting maupun yang umum tapi bersifat rahasia sehingga orang lain tidak dapat 
mengetahui isi dari dokumen tersebut. 
Kriptografi adalah ilmu dan seni untuk menjaga kerahasiaan berita. Untuk menjaga 
kerahasiaan tersebut, dipakailah sandi-sandi termasuk sandi caesar dan sandi vinegere 
dengan menggunakan algoritma steganografi. Steganografi sendiri berasal dari bahasa 
Yunani, yang merupakan tulisan tersembunyi 
Sandi caesar ini pertama kali digunakan oleh Julius Caesar, seorang Jenderal 
Romawi. Untuk berkomunikasi dengan para panglimanya. Sedangkan sandi venegere 
pertama kali dijelaskan oleh Giovan batista Belaso, lalu disempurnakan oleh seorang 
diplomat Perancis yang bernama vinegere. 
 
2. LANDASAN TEORI 
 
2.1 KRIPTOGRAFI 
Kriptografi (Cryptography) berasal dari bahasa Yunani ”Cryptos” artinya secret 
(rahasia), sedangkan “graphien”  artinya ”writng” (tulisan). Kriptografi dapat diartikan 
sebagai “secret writing”. Jadi kriptografi adalah ilmu dan seni untuk menjaga kerahasiaan 
pesan dengan cara menyandikan ke dalam bentuk yang tidak dapat dimengerti lagi 
maknanya1
Beberapa istilah dalam kriptografi yaitu
. 
2
1. Pesan (Mesage) adalah informasi yang dapat dibaca dan dimengerti maknanya. 
Plainteks merupakan nama lain dari pesan. Chiperteks adalah bentuk pesan 
yang tersandi. Chiperteks ini harus dapat ditransformasikan kembali menjadi 
plinteks semula agar pesan yang diterima bisa dibaca.  
: 
2. Enkripsi merupakan proses menyandikan plinteks menjadi chiperteks, sedangkan 
dekripsi merupakan proses mengembalikan chiperteks menjadi plainteks.  
3. Kunci merupakan parameter yang digunakan untuk transformasi  enkripsi dan 
dekripsi. 
 
 
                                                 
1 Budi rahardjo, Keamanan sistem informasi berbasis internet, 
2 Ibid 
 
 
 
 
2.1.1 SEJARAH KRIPTOGRAFI  
Kriptografi mempunyai sejarah yang sangat menarik dan panjang. Kriptografi 
digunakan sejak 4000 tahun yang lalu yang diperkenalkan oleh orang-orang Mesir 
untuk mengirim pesan ke pasukan militer yang berada di lapangan supaya pesan 
tersebut tidak dibaca oleh musuh walaupun kurir pembawa pesan tersebut 
tertangkap oleh musuh3
Kriptografi awalnya hanya digunakan untuk mengirimkan pesan di medan 
perang. Dengan perkembangan teknologi yang semakin pesat, pada 30 tahun 
terahir ini kriptografi tidak hanya digunakan dalam militer saja. Hal yang sama juga 
dilakukan oleh individu-individu yang mengirim pesan. Sehingga bidang kriptografi 
diperuntukkan untuk menjaga keamanan dari sebuah data maupun pesan yang 
dianggap rahasia. 
. 
 
2.1.2 ALGORITMA KRIPTOGRAFI 
Menurut yusuf setiawan (informatika, hal 7-9) dalam perkembangannya 
kriptografi dibagi dalam dua kategori berdasarkan kunci yang dipakai yaitu: 
 Kunci Simetris 
Kunci Simetris merupakan jenis kriptografi yang paling umum digunakan, 
biasanya algoritmas kunci simetris ini disebut sebagai kriptografi konvensional. 
Kunci untuk membuat pesan yang disandikan sama dengan kunci untuk membuka 
pesan yang disandikan itu. Contoh algoritma kunci simetris yang terkenal adalah 
RC4, DES (Data Encryption Standard).  
 Kunci Asimetris. 
Kunci asimetris adalah pasangan kunci kriptografi yang salah satunya 
digunakan untuk proses enkripsi dan yang satu lagi untuk dekripsi. Contoh 
algoritma terkenal yang menggunakan kunci asimetris adalah RSA.  
 
2.2 STEGANOGRAFI 
Kata steganografi berasal dari bahasa Yunani, yaitu dari kata Steganós 
(tersembunyi) dan Graptos (tulisan). Jadi steganografi dapat diartikan sebagai suatu 
teknik untuk menyembunyikan informasi yang bersifat pribadi dengan sesuatu yang 
hasilnya akan tampak seperti informasi normal lainnya4
 
. 
                                                 
3 Dony ariyus, Kriptografi keamanan data dan komunikasi 
4 Armyta dini studi mengenai aplikasi steganografi camuflase beserta pemecahan algoritma 
 
 
 
 
Beberapa istilah dalam steganografi antara lain5
1. Hiddentext (embeded mesage) adalah sebuah pesan atau data yang 
disembunyikan. 
 :  
2. Covertext (cover object) adalah media yang digunakan untuk 
menyembunyikan pesan.  
3. Stegotext (stego object) merupakan covertext yang sudah berisi Hiddentext 
(embeded mesage). Sedangkan stegomedium adalah nama lain dari 
covertext. 
 
2.2.1 SEJARAH STEGANOGRAFI 
Seperti halnya kriptografi, penggunaan akan steganografi telah digunakan 
berabad-abad yang lalu bahkan sebelum istilah steganografi itu sendiri ditemukan. 
Catatan tertua mengenai penggunaan steganografi tercatat pada masa Yunani 
kuno. Steganografi terus berkembang selama abad kelima belas dan keenam 
belas. Pengembangan lebih jauh lagi mengenai steganografi terjadi pada tahun 
1883 dengan dipublikasikannya kriptografi militer oleh Auguste Kerckhoffs. Lebih 
jauh lagi, Les Filigranes, yang ditulis oleh Charle Briquet di tahun 1907, merupakan 
sebuah kamus sejarah dari watermark, salah satu wujud pengaplikasian 
steganografi6
 
.  
2.2.2 TEKNIK STEGANOGRAFI 
Tujuan dari teknik-teknik steganografi adalah menyembunyikan keberadaan 
pesan. Berikut ini adalah teknik dalam menyisipkan informasi rahasia7
1. Spatial Domain Technique 
: 
Ranah spasial ini juga dikenal sebagai teknik subtitusi. Medium yang disisipi 
tidak dapat dipersepsi oleh indrawi perubahannya. Salah satu metode yang 
terkenal metode least significant bit (LSB).  
2. Transform Domain Technique 
Ranah transform memfokuskan penyisipan pesan ke dalam frekuensi dari 
cover-object. Ranah ini memanfaatkan area cover-object yang cenderung tidak 
akan mengalami pemrosesan digital 
 
 
                                                 
5 Rinaldi munir, kriptografi 
6 Rheas aditya, studi dan deteksi steganografi pada file bertipe Jpeg dengan steganografi 
7 ibid 
 
 
 
 
2.3 SANDI CAESAR 
Sandi Caesar, atau sandi geser, atau Geseran Caesar adalah salah satu teknik 
enkripsi yang paling dasar, paling sederhana ,dan paling terkenal. Sandi ini hanya cukup 
menggeser sebanyak n buah. Hasil penggeseran tersebut adalah hasil enkripsi sandi 
Caesar. 
Sebagai contoh, jika n = 3, maka kata „Aku ingin mandi‟ berubah menjadi „Dnx 
lqjlq pdqgl‟.  
 
Gambar 1. Ilustrasi Sandi Caesar. 
Sumber : wikipedia.com 
 
2.3.1 Sejarah Sandi Caesar 
 Nama Sandi Caesar diambil dari Julius Caesar, seorang Jendral,konsul, 
dan diktator Romawi. Tertulis dalam buku Suetonius “Kehidupan Dua Belas 
Caesar” bahwa Caesar menggunakan geseran tiga, yang berarti n = 3. Sehingga 
huruf A berubah menjadi D , dst (Suetonius – Julius Caesar 56).  
Keponakan Caesar, Augustus juga menggunakan sandi ini, namun dalam 
penggunaannya ia menggunakan n = 1, sehingga huruf A berubah menjadi B, dst 
sampai huruf Z berubah menjadi AA (Suetonius – Augustus 88). 
 
2.3.2 Proses Penyandian Sandi Caesar 
Proses penyandian(enkripsi) ini dapat ditulis secara matematis dengan 
operasi modulus (mod) dengan aturan mengubah huruf menjadi angka, yakni A itu 
0, B itu 1, C itu 2, dst sampai Z itu 25.  
Secara matematis dapat dituliskan sbb : 
 
En(x) adalah hasil enkripsi dari suatu huruf. Sandi Caesar tersebut digeser 
sebanyak n buah. 
 
 
 
 
 
 
 
 
2.3.3 Memecahkan Sandi Caesar 
Proses memecahkan (deskripsi) Sandi Caesar ini termasuk hal yang mudah 
karena kita sudah tahu bagaimana mekanisme sandi itu. Caranya tinggal digeser 
kembali sebanyak n buah sampai mendapat suatu teks yang pas untuk dibaca dan 
dimengerti.  
Karena teks tersebut sudah dapat dibaca dan dimengerti, maka nilai n yang 
berlaku untuk sandi tersebut adalah 3 atau dengan kata lain digunakan geseran 
tiga. 
Secara matematis, proses deskripsi ini dapat ditulis sbb:  
 
Dn(x) adalah hasil deskripsi dari suatu huruf. Sandi Caesar tersebut digeser 
sebanyak n buah.  
 
2.4 SANDI VINEGERE 
Sandi Vigenere adalah metode menyandikan teks alfabet dengan menggunakan 
deretan Sandi Caesar berdasarkan huruf-huruf pada kata kunci. Sandi Vigenere ini 
merupakan bentuk sederhana dari substitusi polialfabetik.  
 
2.4.1 Sejarah Sandi Vigenere  
Sandi ini dijelaskan pertama kali oleh Giovan Batista Belaso dalam bukunya 
yang berjudul La cifra del. Sig. Giovan Batista Belaso(1553). Lalu sandi ini 
disempurnakan oleh seorang diplomat Perancis, yang bernama Blaise de 
Vigenere(1586). Sandi ini mencapai kejayaan karena sandi ini sulit untuk 
dipecahkan dan hampir tidak bisa. Sehingga disebut le chiffre indechiffrable 
(Perancis : sandi yang tak terpecahkan).  
 
2.4.2 Proses Penyandian Sandi Vigenere  
Sandi Vigenere ini sebenarnya merupakan pengembangan dari Sandi 
Caesar. Untuk penyandiannya, digunakan sebuah tabel yang disebut tabel 
Vigenere. Tabel ini didapatkan dengan cara menuliskan alfabet dalam 26 baris, 
dengan baris yang satu mengandung geseran satu dari baris sebelumnya. 
 
 
 
 
 
Gambar 2. Vinegere tabel 
Sumber.wikipedia.com 
Sama halnya dengan Sandi Caesar, pasangkan huruf S dari serbuberlin 
dengan huruf P dari pizza sehingga didapat huruf H. Lakukan terus sampai huruf 
terakhir pada pesan.  
Secara matematis dapat dituliskan sbb : 
 
Ci adalah huruf ke-i pada teks hasil penyandian. Pi adalah huruf ke-i pada 
teks aslinya. Ki adalah huruf ke-i dari kata kunci. 
 
2.4.3 Memecahkan Sandi vinegere 
Karena sandi ini cukup rumit untuk dipecahkan, maka terdapat beberapa 
cara untuk memecahkannya.  
Secara umum dapat ditulis sbb :  
 
Ci adalah huruf ke-i pada teks hasil penyandian. Pi adalah huruf ke-i pada 
teks aslinya. Ki adalah huruf ke-i dari kata kunci. 
 
 
 
 
 
 
3. ANALISIS (PROSES PENELITIAN) 
3.1 Strategi Perancangan Perangkat Lunak 
Strategi perancangan perangkat lunak dalam penelitian ini adalah bagaimana 
mengubah teks menjadi kode-kode yang tidak bisa dikenali lagi dengan menggunakan 
algoritma Vinegere dan digabungkan dengan algoritma Caesar kemudian hasil dari kode-
kode tersebut ditempelkan atau disembunyikan pada sebuah gambar atau citra yang 
memiliki ekstensi *.bmp dengan menggunakan metode LSB. Kemudian mengambil kode-
kode yang telah ditempelkan kemudian mengembalikannya dalam bentuk teks aslinya. 
Bagan strategi perancangan dapat di lihat pada gambar di bawah. 
 
Gambar 3. Bagan perancangan 
 
3.2 Perancangan Flowchart 
Perancangan flowchart ditujukan untuk mempermudah pembuatan program. 
Flowchart dirancang untuk menjelaskan tahapan-tahapan sistem yang dibangun oleh 
progam agar sistem yang dibuat dapat menghasilkan output yang sesuai dengan 
harapan dari input yang dimasukkan oleh user. 
 
Gambar 4. Perancangan flowchart 
 
 
 
 
 
3.3 Perancangan Diagram Konteks 
Digram konteks merupakan gambaran dari seluruh sistem yang akan dibuat. 
Tahap ini akan menjelaskan hubungan antara input yang diberikan oleh user ke sistem 
dan output dari sistem kepada user. 
 
Gambar 5. Perancangan diagram konteks 
 
3.4 Perancangan DFD 
Dari perancangan sebuah diagram konteks, kemudian dapat dirancang DFD yang 
akan menjadi penggambaran dari seluruh sistem yang akan dibuat. DFD adalah sebuah 
cara untuk memodelkan alur data yang terjadi pada sebuah sistem. Dari diagram konteks 
yang telah dibuat diatas kemudian akan dijelaskan dengan sebuah diagram alir data. 
Diagram ini akan menjelaskan bagaimana proses yang terjadi sebelum sebuah message 
dan citra yang dimasukkan oleh user menjadi output yang berupa  stegotext atau juga 
sebaliknya dari stegotext akan menghasilakan sebuah pesan aslinya. 
3.4.1 DFD LEVEL 0 
Pada DFD level 0 terdapat dua buah proses yaitu write message dan read 
message. Kedua proses tersebut dapat digambarkan melalu DFD level 0 seperti 
gambar  berikut  ini: 
 
Gambar 6. DFD level 0 
3.4.2 DFD LEVEL 1 
Pada DFD level 1 proses terdapat dua buah proses yaitu enkripsi  dan 
embedding. Proses enkripsi  digunakan untuk mengkodekan plaintext sebelum 
 
 
 
 
disisipkan, sedangkan proses embedding digunakan untuk menyisipkan chipertext 
hasil dari enkripsi 
 
Gambar 7. DFD level 1 
 
3.5 Perancangan Antar Muka 
Tahap perancangan antarmuka disebut juga dengan perancangan interface, yaitu 
agar program aplikasi dapat berinteraksi dengan baik dengan user, sehingga output yang 
dikeluarkan sesuai dengan harapan yang diinginkan oleh user. 
 
3.5.1 Menu Panduan 
 
 
Gambar 8. Menu Panduan 
 
 
 
 
 
 
3.5.2 Menu Enkripsi dan Dekripsi 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 9. Menu Enkripsi dan dekripsi 
 
3.6 Perancangan Script Program 
Tahap perancangan setelah perancangan antar muka adalah tahap intruksi 
program.Tahap ini merupakan proses penerjemahan source code program ke dalam 
bahasa pemograman Borland Delphi 7.0. 
 Fungsi biner digunakan untuk mengkonversi nilai intensitas pixel yang masih 
berupa angka desimal menjadi angka biner selain itu juga digunakan untuk 
mengkonversi kode ASCII dari pesan menjadi angka biner. 
 Fungsi pangkat digunakan dalam perhitungan konversi angka biner menjadi 
angka desimal. 
 Fungsi decimal digunakan untuk mengkonversi angka biner menjadi angka 
desimal dalam menentukan nilai intensitas pixel yang telah diubah, selain itu 
juga digunakan dalam mengkonversi nilai-nilai LSB yang menunjukkan baris 
dan kolom menjadi angka desimal untuk mengetahui baris dan kolom terakhir 
pesan disisipkan.  
 
 
 
 
 
 
 
 
 
 
 
4. HASIL PENELITIAN DAN PEMBAHASAN 
4.1 Hasil Pengujian 
4.1.1 Pengujian Enkripsi dengan menggunakan metode venegere 
Untuk pengujian enkripsi metode venegere dibutuhkan data pesan atau 
plaintext yang di input pada kotak pesan / plaintext. 
Hasil enkripsi atau disebut juga chipertext merupakan simbol–simbol yang 
tidak bisa di baca. Jika ingin mengembalikan chipertext ke plaintext harus melalui 
proses dekripsi. 
 
4.1.2 Pengujian Enkripsi dengan menggunakan metode Caesar substution 
Untuk pengujian enkripsi metode Caesar Subtution dibutuhkan data 
chipertext yang di sudah di enkripsi dengan metode venegere dan menggunakan 
jumlah pergesaran sebanyak n kali.  
Hasil enkripsi atau disebut juga chipertext merupakan simbol – simbol yang 
tidak bisa di baca. Jika ingin mengembalikan chipertext ke plaintext harus melalui 
proses dekripsi. 
 
4.1.3 Pengujian steganografi pada sebuah gambar berekstensi *.bmp 
Untuk uji coba penyisipan pesan pada file berektensi.bmp di butuhkan file 
yang bernama file.bmp. Setelah dilakukan penyisipan sebuah pesan ke dalam file 
yang bernama file.bmp gambar akan di simpan kembali dengan mengubah 
namanya menjadi file 1.bmp agar dapat membandingkan file yang asli dengan file 
yang sudah disisipkan sebuah pesan.  
 
4.1.4 Pengujian Dekripsi dengan menggunakan metode Caesar Substution 
Untuk pengujian Dekrispi metode Caesar Subtution dibutuhkan data 
chipertext dan menggunakan jumlah pergesaran yang sama dengan proses 
enkripsinya yaitu sebanyak n kali.  
Hasil Dekrispi masih berupa simbol–simbol yang tidak bisa dibaca. untuk 
bisa membaca pesan tersebut harus melewati proses enkripsi dengan metode 
venegere. 
 
4.1.5 Pengujian Dekripsi dengan menggunakan metode vinegere 
Untuk pengujian enkripsi metode vinegere Subtution dibutuhkan data 
chipertext  yang di sudah di dekripsi  dengan metode caesar  dan menggunakan 
kunci yang sama dengan kunci enkrispi metode vinegere. Hasil dari dekripsi 
venegere merupakan pesan yang sudah disisipkan ke dalam sebuah gambar dan 
sudah dapat di baca. 
 
 
 
 
4.2 Pembahasan Masalah 
4.2.1 cara Kerja kinerja sistem 
1. Sistem berkerja sebagai aplikasi berbasis dekstop yang belum 
membutuhkan sistem database. 
2. Sebelum penyisipan gambar dan proses enkripsi dan dekripsi, user harus 
memberikan masukan key (kunci enkripsi dan dekripsi) kepada sistem. 
Salah satu keamanan data tergantung pada kerahasiaan kunci. 
3. Pada penyisipan gambar sistem akan memberikan output dengan format 
penamaan yang berekstensi *.bmp “nama_file.bmp” 
 
4.2.2 Kelebihan Sistem 
Dari hasil uji coba rancangan dan uji coba sistem di ketahui bahwa 
kelebihan sistem dibandingkan sistem yang ada adalah : 
1. Ukuran file gambar yang sudah sisipkan pesan yang sudah di enkripsi 
dengan file aslinya tetap sama. 
2. Sistem bersifat open source dan dapat di kembangkan lagi. 
3. Hasil Enkripsi (chipertext) dapat diketahui (dibaca) oleh user 
4. File gambar yang di hasilkan dalam proses penyisipan mempunyai bentuk 
yang sama dengan aslinya. 
4.2.3 Kekurangan Sistem 
Dari hasil uji coba rancangan dan uji coba sistem di ketahui bahwa 
kekurangan  sistem dibandingkan sistem yang ada adalah : 
1. Sistem hanya bekerja pada operasi sistem windows tidak bekerja pada 
operasi sistem lainnya seperti linux dan Mac. 
2. Sistem belum berbasis database, sehingga belum menyediakan fasilitas 
yang lebih kompleks dan user friendly bagi user untuk menyimpan file kerja , 
kunci dan sebagainya. 
3. Semakin besar karakter dalam sebuah image yang digunakan semakin 
lambat proses enkripsi dan dekripsi. 
4. Harus mengingat kunci yang digunakan agar bisa digunakan, karena proses 
enkripsi/dekripsi mengulang kunci yang digunakan sebelum 
 
 
 
 
 
 
 
 
 
 
4.3 Pengujian Tingkat keberhasilan  
Pengujian dengan metode ini dilakukan dengan mengamati dan melakukan testing 
pada aplikasi yang bertujuan untuk mengetahui tingkat keberhasilan dalam enkripsi dan 
dekripsi data file bertipe .txt.  
Tabel uji coba perulangan program dengan menggunakan kunci venegere 
“AMIKOM” jumlah pergeseran pada caesar “3”: 
 
Berdasarkan tabel uji coba di atas dapat diperoleh : 
1. Semakin besar karakter yang digunakan dalam image semakin lambat proses 
enkripsi dan dekripsi nya. 
2. Kecapatan proses perulangan pada enkripsi lebih lambat dibandingkan pada 
dekripsi. 
Sehingga diperoleh grafik kecepatan proses enkripsi dan deskripsi 
 
 
Grafik1. Kecepatan Proses Enkripsi dan dekripsi 
 
 
 
 
 
 
 
Dan perbandingan ukuran file asli dan file yang disisipkan dapat di lihat pada 
grafik di bawah ini: 
 
Grafik 2. perbandingan ukuran kapasitas file asli dan file terenkripsi  
Dari hasil uji coba program di peroleh hasil ukuran kapasitas file asli dan file 
yang terenkripsi tidak mengalami perubahan apapun. 
 
5. KESIMPULAN  
Berdasarkan hasil penelitian dan pembahasan, dapat disimpulkan beberapa hal 
sebagai berikut : 
1. Telah dihasilkan suatu aplikasi steganografi yang menggunakan pengabungan 
algoritma kriptografi vinegere dan caesar substution untuk keamanan data 
menggunakan bahasa pemprograman Borland Delphi 7.0. 
2. Implementasi program ini menghasilkan suatu aplikasi yang dapat mengubah isi 
suatu dokumen (plainteks) yang berupa teks, menjadi kode-kode yang tidak 
dikenal (cipherteks). Kemudian menysisipkannya pada file citra sehingga tidak 
diketahui keberadaannya. Selain itu juga mampu mengambil isi dari dokumen 
dalam bentuk kode-kode (cipherteks). Setelah itu chiperteks dirubah menjadi 
dokumen aslinya (plainteks). 
3. Aplikasi dapat menghasilkan file stegotext yang sama ekstensinya dengan 
stegomedium yang digunakan untuk menyisipkan pesan pada proses write 
message. 
4. Aplikasi ini juga dapat menyimpan pesan yang disembunyikan dalam bentuk file 
yang berekstensi *.bmp pada proses baca pesan. 
5. Aplikasi keamanan data ini diimplementasikan dengan menggabungkan tiga 
metode algoritma yaitu algoritma kriptografi vinegere, algoritma kriptografi 
Caesar Substution dan algoritma steganografi LSB. 
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