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DNSが存在しないドメインを NS レコードが指しているドメイン 140 2.8%
そのうち即日ハイジャック可能なドメイン 18 0.03%
即日ハイジャック可能とは，NSレコードの指す先が .COMや .NETや汎用 JPなど取得審査
のないドメインを指していることで判断しました。ただし，CO.JPや GR.JPなども比較的取得






















応答のないサーバ（Lame Server）を NSレコードが指しているドメイン 3209 6.2%











• NS レコードがプライベート IPアドレスを指している





















種　別 危　険 Lame キャッシュ
政府系（go.jp） 4 41 30
学術系（ac.jp） 8 186 126
市町村（city,town,vill） 13 230 224
企業（co.jp） 52 1286 1422





JPRS の管理する JPドメインの DNS（[a,b,d,e,f].dns.jp）には多くの間違ったレコードが登録され，
放置されています。またこれらの DNSの応答には一貫性がありません 5。
ルートサーバにしても同様です。このことはまだ公表されていませんが，複数のトップレベル
ドメインに関係するネームサーバの Aレコードが間違って登録されていたりします。場合によっ
ては国レベル（トップレベルドメイン）でハイジャックに遭う可能性があるということです。
これまで，ドメインはインターネット社会における自律的組織である ICANNとドメインブロー
カーたちが管理してきました。しかし ICANNによる管理が来年 3月で契約が切れるのを目前に
して，国連が管理すべきだ，いや米国が管理するといった議論が巻き起こり，混沌とした状況に
なってきています。現状の惨状をどうすればよいか，そして今後どのような管理がなされていく
べきか，インターネットコミュニティの人々はもっと関心をもつべきでしょう。
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5　余計な Additional Aレコードがついたりつかなかったりする
