









































第 1端末室には MSP端末 (FMR)が並び、そのとなりの前室(現在のオープン利用室)には磁気テー
プユニットやラインプリンタなどが設置してありました。各部屋では、大きな防犯カメラが監視してい
ました(この防犯カメラは本年役目を終え撤去しました) 0 
























































































































育がVHF-L帯 (1~ 3ch = 90 ~ 108MHz)、NBCがV百F-H帯 (4~ 12ch = 170 ~ 222MHz)を
用いており、 NIB. NCC . KTNはUHF帯(13~ 62ch = 470 ~ 770MHz)を用いています。した
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のアップデートがあります。なぜか Microsoft社の osはパグ (Microsoft社は、仕様である、と発表し
ている場合もあります)が多いようですので、必ずアップデートしておきましょう。もちろん、 Macin-
toshであってもパグがないわけで、はありませんので、 AppleComputer社からアップデートを取得し、
適用しましょう O また、 UNIX系においても、 RecommendPatch等のアップデートを適用することが
必要です。アプリケーションやドライパのアップデートについても、製造メーカから取得できます。
Windows系osの場合、 “スタート"をクリックすると、一番上に WindowsUpdateという項目があ
ると思います。 WindowsUpdateを実行すると、 osゃMicrosoft杜のアプリケーションのアップデー
トを、比較的簡単に行えます。
3.2 ルータやファイアウオールソフトをイ吏ってみませんか 7
家庭でもパソコン等をインターネットに接続されている方は多いと思います。一般に、パソコン等を
インターネットにモデム(アナログ・ケーブル) . TA等で直接接続した時は、世界中からそのパソコ
ンが見える(攻撃できる)ことになります。
そこで、ルータを使ってみませんか?IPマスカレード等のアドレス変換を行うと、原理上、外部から
の攻撃を防御できます(ブラウザクラッシャやウイルスは防御できません) 0 ブロードバンドルータは
1万円から購入できます。また、ファイアウオールソフト(フリーウェアもあります)を用いると、通常
のメールアプリケーション等はそのまま利用でき、 (ワームなどにより仕込まれた)意図しないソフト
ウェアによる通信は防御できます。
3.3 建物を設計する時には
皆さんがお使いになっている情報ネットワークは、物理的な配線とネットワーク機器により構成され
ています。ネットワーク機器は精密機器であり、温度管理を必要とします(そのために内蔵ファンがあ
ります) 0 また、実際に各部屋でネットワークを利用される場合は、ネットワーク機器から直接、もし
くは、パッチパネルまで配線する必要があります。
建物を新築・改修される場合には、これらの機器を収容できる(温度管理の整った)機器室もしくは
機器スペースを(消防法に抵触しないよう)確保いただきますようお願いいたします。
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