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INTRODUCCIO. 
Tecnologies amb molt 
dinamisme com la informiUica ge-
neren amb gran rapidesa possibilitats 
d'ús i abús que, naturalment, van per 
davant de la possibilitat de regulació 
jurídica de les seves conseqüencies i 
responsabilitats. Per aquesta raó, el 
problema del delicte i el frau 
informatic és un problema jurídic 
que, en la seva solució planteja temes 
d' etica i deontologia professional que 
afecten a la totalitat deIs informatics 
com a grup professional. 
DELICTE I FRAU. 
Quan es parla de frau i 
delinqüencia informatica de forma 
generica és, potser, per la dificultat 
de parlar concretament del "delicte 
informatic" com a tal. Sovint s' entén 
el delicte informatic com aquella acció 
dolosa que provoca un perjudici a 
persones o entitats i en la que es fan 
intervenir dispositius o programes 
informatics. 
De fet, la legislació sobre 
delictes informatics és avui molt li-
mitada a la majoria deIs palsos, i 
potser encara més a Espanya. Per aixo 
és encara molt comú evitar parlar de 
"delicte informatic" i referir-se al 
"fiau informatic" o a una generica 
"delinqüencia informatica" entenent 
per frau aquella conducta realitzada 
mitj an<!ant un sistema informatic amb 
la que es vol aconseguir un benefici 
il.lícit. 1 aixo amb independencia de 
si tal conducta ha estat o no tipificada 
als codis penals. 
També cal parlar d'un altre 
tipus de fiau informatic no intencionat, 
l"'error informatic", fruit d'un error 
huma en la utilització d'un sistema 
informatic ,o com aconseqüencia d'un 
defecte del hardware o del software. 
En el cas de l' error informatic, pot no 
haver-hi benefici directe per part de 
qui causa el funcionament erroni d'un 
sistema informatic, pero sí es pot 
donar un perjudici per a d'altres 
usuaris o per als propietaris del 
sistema. 
NOUS DRETS I FIGURES 
DELICTIVES. 
Les noves possibilitats que 
ofereix la societat de la informa ció 
exigeixen unes noves respostes tant 
a l' ambit etic com al jurídico Morris, 
a [MOR 92], parla deIs "quatre drets 
basics que són rellevants en l' era de la 
informació" . 
A-Privacitat(privacy), que 
fa referencia a la necessitat de protegir 
la informació d'un ús no autoritzat. 
B-Exactitud (accuracy), ja 
que cal una alta qualitat en la in-
formació per a que els processos de 
presa de decisions que en ella es 
recolzen siguin efectius. 
C- Propietat (property), ja 
que cal protegir el coneixement 
(knowhow) quehi haemmagatzemat 
als ordinadors,tant pel que fa al 
hardware com el software (dades i 
programes i, en definitiva, sistemes). 
D- Accés (access), ja que 
cal permetre un accés adequat a la 
informació, pero de forma 
estrictament controlada. Per alguns 
autors aquestes exigencies jurídiques 
són el marc de referencia d'una crida 
ineludible a la necessitat d'un 
component etic en la conducta 
professional deIs especialistes en 
sistemes d'informació. De fet, els 
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especialistes són els qui disposen de 
més poder per malmenar els sistemes 
informatics i atemptar contra aquests 
nous drets biisics de l'era de la 
informació. Encara que, convé recor-
dar-ho, no són els únics. 
. En aquest sentit sovint es 
suggereixen ja cinq grups de figures, 
més o menys diferenciades, propies 
de la delinqüencia informatica: 
1- Frau informatic: ús indegut o 
manipulació fraudulenta d' elements 
informatics de qualsevol tipus que 
permeten un benefici il.lícit . 
2- Hacking o «terrorisme logic»: que 
inelou els casos de vandalisme, 
terrorisme, destrucció, etc. que pro-
voquen perjudicis i són motivats per 
venjances, xantatges, sabotatge o, 
fins i tot, per una molt sui generis 
"curiositat intel.lectual" que 
caracteritzava els primers hackers o 
manipuladors no autoritzats de 
sistemes informatics. 
3-Accions fisiques contra la integritat 
deIs sistemes informatics. 
4- Atemptats contra el dret a la 
intimitat (privacitat) de les persones, 
realitzats gracies a l' existencia de 
bases de dades informatitzades i les 
possibilitats que presenta la mateixa 
informatica per vulnerar els sovint 
escassos sistemes de seguretat 
operatius. 
5- Atemptats a la propietat 
inteI.lectual informatica, que, de 
forma exageradament simplificada, 
hom ano mena col.loquialment 
"pirateria del software", oblidant 
també la possibilitat (que ja ha estat 
realitat) d'una equivalent "pirateria" 
del hardware que, de fet, correspon a 
un cas típic d'espionatge industrial. 
Resulta Iacil posar en relació 
aquestes cinc figures delictuoses amb 
els drets abans esmentats, pero allo 
que aquí interessa és constatar que 
algunes d'aquestes accions il.licites 
poden estar ja recollides en 
l'ordenament legal, tot i que sovint 
s'hagi fet amb independencia de la 
tipicitat exclusiva del fet informatic. 
Es tracta, en aquest cas, d'una 
regulació per analogia que, sovint, 
resulta insuficient per a cobrir totes 
les particularitats del fet informatic. 
De fet, els estudis sobre legislació 
comparada marquen clarament dues 
tendencies en el tractament legal del 
fet informatic: lleis específiques o 
aplicació analogica de lleis ja 
existents. En realitat, les dues opcions 
no semblen excloure's i es donen 
conjuntament en l' ordenament legal 
de diversos palsos. 
Per exemple, les accions 
il.lícites incloses en el tercer grup 
(accions físiques contra la integritat 
deIs sistemes informatics), que 
semblen limitar-se al hardware, 
equivalen a les que es poden cometre 
contra la integritat de qualsevol tipus 
de maquinaria, i cal pensar que ja 
estan convenientment recollides al 
Codi Penal. Aquest és un cas on la 
regulació per analogia ha de resultar 
suficient. 
Igualment, les accions 
il.lícites incloses en el cinque grup 
(atemptats a la propietat intel.lectual 
informatica) incideixen en un aspecte 
concret de la protecció intel.lectual 
que j a es contempla explícitament com 
a cas particular a la llei espanyola de 
Propietat Intel.lectual d' 11 de 
novembre de 1987. Hi ha, en aquest 
cas, una regulació per analogia, pero 
també la llei recull una referencia 
explícita a la particularitat del fet 
informatic. 
Pero també cal tenir en 
compte que, per l' especificitat de la 
informatica, hi ha aspectes de les 
accions il.lícites abans esmentades 
que no estan clarament recollits en 
els codis jurídics, i que difícilment ho 
estaran precisament per la 
multiplicitat, dinamisme i variabilitat 
de la tecnologia informatica. 
AIgunes de les figures 
il.lícites abans esmentades requererien 
un tractament específico Així les del 
grup quart (atemptats contra el dret a 
la intimitat o privacitat) han generat 
en el nostre país el naixement de la llei 
organica de regulació del tractament 
automatitzat de les dades de caracter 
personal (LOARTAD) tot i que, en 
aquest cas concret, els professionals 
informatics més sensibles (asso-
ciacions professionals com ATI, 
sindicats o grups com la Comissió de 
LLibertats i Informatica, CL!) criti-
quen la manca de control de les 
dades en poder de l' Administració i la 
parcialitat de l' agencia de protecció 
de dades creada a la LOARTAD que 
resulta, de fet, massa depenent del po-
der executiu, amb tota seguretat un 
deIs més necessitats de control en 
aquest aspecte. 
També, pel quefa referencia 
a les accions il.lícites del grup cinque 
(atemptats a la propietat intel.lectual 
informatica), cal pensar que hi ha 
prou problemes pendents ja que, per 
exemple, per altres raons que no re-
sulta adient exposar aquí, la llei 
espanyola de patents de 20 de mar<; 
de 1986, en el seu article quart, rebutja 
la possibilitat de patentar el software 
seguint, en aquest punt, un acord ge-
neral europeu. Posteriorment, el 
Consell de la Comunitat Europea ha 
elaborat una directriu que defensa 
explícitament els drets d'autor deIs 
creadors del software (14 de maig de 
1991). 
TIPOLOGIA DEL FRAU 
INFORMATIC. 
Quan es fa esment del frau 
informatic, resulta ja habitual pren-
dre com a referencia els treballs de 
Donn B. Parker, consultor senior del 
SRI (Stanford Research Institute). 
Parker estudia el tema del frau i la 
delinqüencia informatica des deIs 
anys setanta, atenent a les que ell 
ano mena "quatre dimensions" del 
problema que sintetitza en: 
- el modus operandi, 
- la tipologia deIs autors deIs fraus 
informatics, 
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- els problemes etics associats, i 
- els precedents legals j a existents i la 
legislació encara pendent sobre 
aquest afer. 
El tractament de les dues 
primeres "dimensions" del problema 
va ser desenvolupat per Parker en el 
primer deIs seus llibres classics sobre 
el delicte informatic, [PAR 76]. El 
text de 1983, [PAR 83], utilitza una 
perspectiva historica per continuar 
l'analisija fet i encetar el tractament 
de les dues darreres "dimensions". El 
caire de pioner d'aquest treballli ha 
donat una gran difusió i justifica, tal 
vegada, que se'nfaci sovint referencia 
fins i tot sense citar l' origen. 
D'aquesta tipo logia tan 
difosa del modus operandi del frau 
informatic, cal remarcar el seu caire 
conjuntural i la necessitat evident de 
posar-la contínuament al dia per 
recollir les noves tecniques que el 
dinamisme de la tecnologia infor-
matica fa sorgir amb els nous sistemes. 
Malgrat tot i seguint una tradició ja 
inevitable, esmentarem aquí (com es 
fa a tants d'altres llocs) els metodes 
que Parker recollia fins a 1983 com a 
més caracterÍstics i que són: 
- introducció de dades falses (data 
diddling) 
- cavall de Troia (Trojan horse) 
- tecnica del salami (salami teehnique) 
- ús no autoritzat de programes 
especials (superzapping) 
- portes falses (trap doors) 
- bombes logiques (logie bombs) 
-atacs assíncrons (assynehronous 
attaes) 
- recollida d'informació residual 
( seavenging) 
- divulgació no autoritzada de dades 
reservades (data leakage) 
-entrada a cavall (piggy- baeking and 
impersonation) 
- "punxar" línies (wire- tapping) 
- simulació i modelatge de delictes 
(simulation and modelling) 
Finsaquí lallista, jaclassica, 
d'una tipologia del modus operandi 
del frau informatic prou divulgada i 
coneguda. Hi ha també intents 
d'ampliar i d'actualitzar la llista 
incorporant noves "tecniques" de frau 
informatic que superin el caracter 
conjuntural d'una llista elaborada ja 
fa anys. No és aquest el lloc més 
adient per detallar i comentar cada 
una de les tecniques i es remet el 
lector als llibres de Parker [PAR 76] 
i [PAR 83] o a resums actualitzats 
com el de [BAR 93]. 
HACKERS,DEL ROMANTICIS-
ME AL DELICTE. 
Si bé la tipologia de modus 
operandi del frau i la delinqüencia 
informatica de Parker han estat prou 
difosos, ho han estat molt menys les 
altres "dimensions" que, segons 
aquest indiscutible especialista en el 
tema, acompanyen el fenomen. Una 
de molt important és aquella que fa 
referencia a les característiques deIs 
autors deIs fraus informa tic s, els 
hackers. De fet, l' objectiu central del 
segon llibre de Parker sobre el delicte 
informatic, [PAR 83],és concentrar-
se "en l' essencia del problema: la 
gent que es dedica al delicte, i no pas 
en els instruments que fan servir" tal 
com diu el mateix Parker al prefacio 
Possiblement tot va 
comen¡;ar amb els phreakers, els 
manipuladors no autoritzats de les 
línies telefoniques nord-americanes 
deIs anys seixanta. La voluntat 
d'utilitzar fraudulentament les línies 
telefoniques de la companyia 
telefonica Bell (la principal als Estats 
Units de Nord-America), per obtenir 
gratuitament la possibilitat de fer tm-
cades telefoniques de llarga distancia, 
va estimular l'activitat d'un conjunt 
de joves que anomenaren la seva 
activitat com a phreaking. Els 
phreakers prenien el seu nom d'una 
conjunció de freak (sonat), phone 
(telefon) i free (gratult, i també lliure). 
Com es pot veure, ells mateixos 
recollien en el seu nom el caracter 
marginal de la seva activitat que, 
inicialment, podia respondre fins i tot 
a uns certs objectius possiblement 
romantics d'alliberament de certes 
servituds de la tecnologia. No és 
aquest ellloc per detallar les activitats 
deIs phreakers i convé remetre al 
lector interessat al primer capítol de 
l' ame i interessant llibre de Clough i 
Mungo [CLM 92]. 
De fet, els sistemes 
telefonics utilitzen ordinadors, i els 
mateixos phreakers van anar 
convertint-se també en manipuladors 
no autoritzats de sistemes informatics. 
Pero, en els mateixos anys seixanta i 
setanta, cal constatar l'aparició d'un 
altre tipus de manipulador no 
autoritzat: el hacker. 
L'atractiu innegable de la 
tasca de fer programes de tota mena fa 
sorgir un tipus d' especialista 
informatic,jove, decidit i mogut segu-
rament per una nova "curiositat 
intel.lectual" que passa a denominar-
se hacker. De fet, sembla que hacker 
ve a etiquetar, originalment, a qui "fa 
mobles a cops de destral" tal i com 
s'indica al diccionari de Raymond, 
[RA y 91], que, arnés, defineix el 
hacker, en primera accepció, com a 
"una persona que gaudeix explorant 
els detalls deIs sistemes programables 
i com estendre les seves capacitats, i 
oposat als usuaris que prefereixen 
aprendre només el mínim necessari". 
Aquesta és una visió positiva i 
romantica del hacker que, malau-
radament, ha evolucionat cap a un 
sentit negatiu com a resultat de les 
terribles conseqüencies de les 
activitats deIs hackers. 
La traducció del terme 
hacker no ha estat mai feta a casa 
nostra, i s'utilitza directament el terme 
angles. Cal dir, malgrat tot, que, 
diccionari en ma, la paraula catalana 
"manefla" (entremetedor o persona 
inclinada a ficar-se en els afers 
d'altre per curiositat, pel plaer de 
saber, de dir-hi la seva, etc.) podria 
escaure d' allo més bé al' activitat deIs 
hackers. 
En aquest sentit positiu, típic 
de la primera activitat deIs hackers, el 
diccionari de Raymond, [RA Y 91], 
cita com a setena accepció per hacker: 
"una persona que gaudeix amb el 
repte intel.lectual de la creativitat per 
superar o esquivar limitacions" el 
que, de nou, ens porta a una visió 
romantica i positiva del hacker que 
estaria mogut per un afany de 
coneixement i de "superació de 
reptes" francament atractiu pel jovent 
que composa el creixent exercit deIs 
hackers. Així fou, segurament, per a 
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alguns deIs primers hackers deIs vells 
temps (anys seixanta i setanta). 
El canvi, de gran 
importancia, que Parker introdueix en 
el segon deIs seus llibres sobre el 
delicte informatic, [PAR 83], és 
precisament la constatació de la 
desaparició d'aquest romanticisme. 
Les terribles conseqüencies de 
l' activitat deIs hackers porten Parker 
a abandonar un cert to epic i romantic 
encara perceptible en el primer llibre, 
[PAR 76], per assolir una descripció 
menys sensacionalista deIs delictes 
informatics i deIs seus perpetradors i 
abandonar definitivament la patina de 
curiositat intel.lectual que comportava 
una tecnologia com la informatica, 
molt més nova i sorprenent als anys 
seixanta i setanta, que no pas avui. El 
romanticisme desapareix del tot i els 
hackers passen a ésser considerats 
com el que són: gent fora de la llei 
(outlaws) que provoquen perjudicis a 
d'altri. 
Com no podia ésser menys, 
fins i tot diccionaris com el de Ray-
mond, escrit des de l'optica del "bon 
hacker" deIs anys seixanta i setanta, 
no pot esquivar aquesta nova accepció 
de hacker que inclou en una vuitena i 
darrera accepció per a dir que el 
hacker és "un entremetedor maliciós 
que intenta descobrir informació 
sensible xafardejant pels sistemes». 
No és aquest el lloc adient 
per detallar les activitats deIs hackers. 
Malauradament la bibliografia sobre 
eltema és j a prou abundant i detallada. 
A més de les informacions incloses en 
els llibres de Parker ja esmentats, cal 
citar, sobretot, el treball, ja classic, de 
Clifford Stoll, [STO 89], sobre la 
utilització de hackers alemanys per 
part del KGB sovietic per intentar 
obtenir secrets militars nordamericans. 
L'intent es realitza a partir d' explotar 
l' existencia d'una "porta falsa" en el 
sistema operatiu del sistema 
informatic deIs Lawrence Berkeley 
Laboratories que Stoll fou encarregat, 
provisionalment, de supervisar. El 
que resulta fins i tot sorprenent és que 
les investigacions de Stoll, narrades 
quasi com una novel.la policíaca i 
amb gran amenitat, topen amb la 
desídia i poc interes deIs responsables 
de les institucions encarregades de 
gestionar la seguretat deIs sistemes 
informatics a Nord-america. El cas 
narrat per Stoll s'ha convertit en 
elassic i es recull en d'altres llibres 
sobre el tema. Alguns, com [CLM 
92] o [RAM 91], fins i tot, i gracies al 
fet d'ésser posteriors, incorporen 
dades més recents (per exemple sobre 
el resultat deIs judicis) que les ineloses 
en elllibre del mateix Stoll. Un altre 
cas famós és el de Robert T. Morris 
i el seu programa que, en difondre's 
i duplicar-se repetides vegades, va 
arribar a bloquejar la xarxa 
INTERNET nord-americana el 2 de 
novembre de 1988. El fet curiós, i tal 
vegada intrigant, en aquest cas és la 
relació familiar de 1'autor de la 
malifeta amb Bob Morris, director de 
la NCSC (National Computer Security 
Center) nord-americana encarregada, 
precisament, de la seguretat deIs 
sistemes informatics en aquell país. 
Per a alguns comentaristes, l' atac del 
Morris fill a la seguretat de la xarxa 
INTERNET podria estar relacionat 
amb les repetides, i no prou escoltades, 
peticions del Morris pare per refon;ar 
la seguretat de la xarxa, encara que, 
com era d'esperar, pare i fill neguen 
la relació. El cas es recull amb prou 
detall a [RAM 91] i també a [CLM 
92]. 
També cal esmentar, a Eu-
ropa, el programa Christmas 
(desenvolupat segons sembla per un 
estudiant de Hannover) que es 
presentava com una felicitació 
nadalenca informatitzada. El pro-
blema fou que, mentre es mostrava 
en la pantalla de l'usuari que 
executava el programa Christmas, 
aquest buscava mentrestant la llista 
de corresponsals electronics de 
l'usuari i enviava copies del progra-
ma a tots els corresponsals. Un elar 
exemple de "cavall de Troia" en la 
denominació de Parker. El que 
possiblement fou inicialment una 
broma, fins i tot no malintencionada, 
es convertí en un problema greu quan, 
després de superar la xarxa 
informatica de la Universitat 
Clausthal-Zellerfeld a Hannover, va 
arribar a la xarxa informatica del 
servei de la recerca europea EARNET 
(European Academic Research 
Network) , per saturar finalment la 
xarxa VNET internad'IBM aEuropa 
el 15 de desembre de 1987. Allo que 
va comenc;;ar possiblement com un 
joc, acaba amb un perjudici greu a 
una companyia privada que, des de 
llavors, s 'ha vist obligada a 
implementar sistemes de seguretat que 
detectin la presencia del programa 
indesitjable i l'esborrin auto-
maticament. Un cas típic de com la 
inconsciencia d'un hacker pot arribar 
a produir un greu perjudici. 
Hi ha molts més casos 
documentats i llibres com [CLM 92] o 
[RAM 91] que els exposen amb prou 
detall. El més preocupant és el 
creixement deIs casos elarament 
orientats a l'activitat delictuosa. Per 
posar -ne un exemple, recollit a [CLM 
92], es pot esmentar el cas de "Kyrie" 
Leslie Lynne Doucette, una 
canadenca que, en ésser detinguda el 
maig de 1989, gestionava una xarxa 
de uns 150 hackers que s'espe-
cialitzaven en obtenir informació 
sensible i fer-Ia servir per robatoris. 
Li foren trobades 118 targes de credit 
Visa, 150 de Mastercharge, 2 
d' American Express i 171 targes 
d'utilització de teletons de les 
companyies ATI i ITI així com 39 
codis d'autorització de centraletes 
telefoniques i de dades PBX. Tot un 
botí d'una actuació c1arament 
delictuosa, obtingut mitjanc;;ant els 
hackers. 
Tot i que varen comenc;;ar 
amb una aura de romanticisme, de 
superació del repte que oferia una 
nova i prometedora tecnologia, la 
realitat és que els hackers d'avui 
poden arribar a ésser, de fet, un greu 
problema público EIs qui no són 
conscients de la gravetat i el perill deIs 
seus actes (que ells contemplen, fins i 
tot, com a joc) o els qui són elarament 
conscients del seu ús de coneixements 
informatics per portar a terme robatoris 
d'informació sensible o difusió de 
programes indesitjables, composen 
l'exercit de delinqüents informatics 
potencials que cal deturar per no 
malmenar les possibilitats d'una 
tecnologia de gran potencialitat com 
la informatica. 
L'increment de les mesures 
de seguretat en els sistemes infor-
matics ha arribat a ésser una nova 
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responsabilitat deIs professionals 
conscients, per desgracia no sempre 
massa abundants en una professió 
sovint condicionada per les presses i 
els requeriments economics en la 
instal.lació apressada de nous 
sistemes. 
ETICA I DEONTOLOGIA 
PROFESSIONAL. 
Tal vegada pot semblar una 
fugida lateral o una renúncia a resoldre 
el problema, pero elfet real és que una 
gran majoría deIs especialistes 
informatics que han estudiat amb detall 
el tema del frau i la delinqüencia 
informatica acaben coincidint en la 
practica impossibilitat de que el dret 
reculli i reguli tots els aspectes del 
delicte informa tic. Les possibilitats 
tecnologiques són moltes i canviants, 
les modalitats de frau augmenten dia 
a dia, el nombre i la capacitat deIs 
hackers augmenta també amb la 
creixent difusió de la microinformatica 
i deIs sistemes distribui:ts, i les carac-
terístiques de la tecnologia infor-
matica fan especialment difícil la 
detecció i la prova del delicte (tema 
del que no hi ha espai per parlar-ne 
aquí. El lector interessat en trobara 
una referencia més detallada a [BAR 
93]). 
Aquest és un panorama no 
pas engrescador que ha portat, cada 
cop més, a posar l'accent en la 
responsabilitat social deIs profe-
ssionals informatics que construeixen 
els sistemes posats a disposició deIs 
usuaris. La crida a la responsabilitat 
es centra en la necessitat de no deixar 
"portes falses", de protegir la 
informació sensible, de detectar 
"cavalls de Troia" i "bombes logiques" 
que vulguin introduir-se en els 
sistemes, de prendre molta cura fins 
i tot amb allo que es llenc;;a a les 
escombreries, de protegir les línies de 
comunicació amb sistemes d'en-
criptat, etc. En definitiva es tracta 
d'augmentar significativament la 
seguretat deIs sistemes informatics 
per a resistir als inevitables intents 
d'intrusió deIs hackers de tota mena. 
S'inicia així un nou tema: el 
de la necessitat d'incidir en 1'etica i 
la deontología professíonal deIs 
informatics que, altra vegada, ha rebut 
una important empenta amb els 
treballs del pioner Parker ja des de 
1981, a [PAR 81], i que s'ha seguit 
desenvolupant posteriorment pel 
mateix Parker i els seus col.laboradors 
Swope i Baker a [PSB 90], o per 
d'altres autors com Johnson [JOH 
85], Forrester i Morrison [FOM 90], 
Ermann, William i Gutierrez [EWG 
90] i tants d'altres. 
El problema, no pas banal, 
és convencer la comunitat professional 
informatica de la necessitat d'un 
comportament etic, seriós i respon-
sable en la seva activitat professional 
quotidiana. El mateix Parker j a posava 
de relleu a [PAR 83] el seu 
convenciment de com, de totes les 
possibles mesures preventives del 
frau i la delinqüencia informatica, la 
més eficient havia d' ésser l' acceptació 
deIs professionals informatics d'uns 
estandards etics que els permetin 
respondre al repte que el frau i la 
delinqüencia informatíca represen-
ten per a tota la tecnologia informatica. 
En paraules de W. G. Frederick a la 
Computing Review parlant deIs 
professionals informiHics i el perill 
del delicte informatic: "a menys que 
responguem a aquesta amenafa, la 
nostra imatge professional pot patir 
tant com la dels químics de la indústria 
deIs pesticides". Una volenterosa, pero 
encertada, forma de considerar que la 
informatíca sense controls pot arribar 
a ésser una tecnologia fins i tot perju-
dicial per la societat que la fa servir. 
En aquest sentít, és bo des-
tacar la bona resposta institucional de 
les principals associacions mundials 
de professionals de la informatica: la 
IFIP ja esmentada anteriorment, i 
l' ACM (Association of Computing 
Machinery) que estan, ambdues, en 
el procés d' elaborar i perfeccionar 
codis etics que puguin guiar l' activitat 
professional deIs creadors de sistemes 
informatics. 
Afortunadament, també 
alguns deIs textos sobre etica 
professional informatica han estat ja 
concebuts fins i tot com a suport docent 
per a la formació deIs futurs 
professionals informatics. Fins i tot 
al nostre país hi ha experiencies com 
les que es concreten en el recent text 
sobre deontologia informatica de 
Vázquez i Barroso, [V AB 93] o, més 
propera a la realitat catalana, la 
inclusió, en els nous plans d' estudi de 
les enginyeries informatiques a la 
Facultat d'Informatica de la 
Universitat Politecnica de Catalunya, 
d'una nova as signatura anomenada 
precisament "Impacte social i ¿tica 
professional de la informittica". 
L' objectiu és, evidentment, 
sensibilitzar els futurs enginyers 
informatics respecte de les seves 
responsabilitats envers la societat. 
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Call for papers 
La próxima revista saldráen 
Abril, por lo que requerimos una vez 
más la colaboración de nuestros lec-
tores y asiduos colaboradores. La fe-
cha límite de entrega de artículos es el 
11 de Marzo del 1994, las colabora-
ciones recibidas con posterioridad se 
publicarán en el número de octubre de 
1994. Dado que el número de páginas 
es limitado, se efectuará un proceso 
de selección de los artículos recibidos, 
quedando en el archivo de la revista 
aquellos que no sean publicados. 
Las colaboraciones han de 
entregarse en formato PC, en cual-
quier procesador de textos conocido. 
Las gráficas han de entregarse por 
separado, indicando el programa 
gráfico en que se han realizado, así 
como una copia en papel, del texto y 
de las gráficas. La copia nos permitirá 
detectar los posibles errores que surjan 
en la importación, así como respetar 
en lo posible la configuración que el 
autor desee para su artículo. 
Es deseable que el artículo 
esté acompañado de un breve 
curriculum, y una dirección que per-
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mita poner en contacto a los lectores y 
a los articulistas. 
Aconsejamos a los autores 
de los artículos, que estos se acompa-
ñen de gráficos y fotografías (la publi-
cación de las fotografías dependerá 
de la situación económica de la aso-
ciación). Recordamos que la princi-
pal idea es la divulgación de trabajos 
y proyectos que se realicen en la U .P. e 
y otras facultades adscritas a los temas 
delI.E.E.E., no una demostración de 
conocimientos. 
