Tournament and E-sport Leagues Organization Information System Assessment and Proposal for ICT Modification by Šímová, Kateřina
VYSOKÉ UČENÍ TECHNICKÉ V BRNĚ
BRNO UNIVERSITY OF TECHNOLOGY
ÚSTAV SOUDNÍHO INŽENÝRSTVÍ
INSTITUTE OF FORENSIC ENGINEERING
POSOUZENÍ INFORMAČNÍHO SYSTÉMU PRO
ORGANIZACI TURNAJŮ A LIG V E-SPORTECH A NÁVRH
ZMĚN
TOURNAMENT AND E-SPORT LEAGUES ORGANIZATION INFORMATION SYSTEM ASSESSMENT AND
PROPOSAL FOR ICT MODIFICATION
DIPLOMOVÁ PRÁCE
MASTER'S THESIS
AUTOR PRÁCE
AUTHOR
Bc. Kateřina Šímová
VEDOUCÍ PRÁCE
SUPERVISOR
doc. Ing. Miloš Koch, CSc.
BRNO 2016
Ústav soudního inženýrství, Vysoké učení technické v Brně / Purkyňova 464/118 / 612 00 / Brno
 
Zadání diplomové práce
Ústav: Ústav soudního inženýrství
 
Studentka: Bc. Kateřina Šímová
 
Studijní program: Rizikové inženýrství
 
Studijní obor: Řízení rizik v informačních systémech
 
Vedoucí práce: doc. Ing. Miloš Koch, CSc.
 
Akademický rok: 2015/16
 
 
Ředitel  ústavu  Vám  v  souladu  se  zákonem  č.111/1998  o  vysokých  školách  a  se  Studijním
a zkušebním řádem VUT v Brně určuje následující téma diplomové práce:
Posouzení informačního systému pro organizaci turnajů a lig v e-
sportech a návrh změn
Stručná charakteristika problematiky úkolu:
Úvod
Cíle práce, metody a postupy zpracování
Teoretická východiska práce
Analýza problému
Vlastní návrhy řešení
Závěr
Seznam použité literatury
Přílohy
Cíle diplomové práce:
Analyzovat stávající stav informačního systému vybrané organizace a jeho efektivnosti, posoudit tento
stav a navrhnout změny, směřující ke zlepšení stávajícího stavu a eliminaci nalezených rizik.
Seznam literatury:
BASL, Josef; BLAŽÍČEK, Roman. Podnikové informační systémy: Podnik v informační společnosti. 2.
výrazně přepracované a rozšířené vydání. Praha : Grada Publishing, 2000. 283 s. ISBN 978-80-2-
7-2279-5.
DOSTÁL, Petr; RAIS, Karel; SOJKA, Zdeněk. Pokročilé metody manažerského rozhodování. 1.
vydání. Praha : Grada Publishing, 2005. 168 s. ISBN 80-247-1338-1.
Ústav soudního inženýrství, Vysoké učení technické v Brně / Purkyňova 464/118 / 612 00 / Brno
MOLNÁR, Zdeněk. Efektivnost informačních systémů. 1. vydání. Praha : Grada Publishing, 2000. 144
s. ISBN 80-7169-410-X.
ŘEPA, Václav. Podnikové procesy : Procesní řízení a modelování. 2. aktualizované a rozšířené
vydání. Praha : Grada Publishing, 2007. 288 s. ISBN 978-80-247-2252-8.
SODOMKA, Petr. Informační systémy v podnikové praxi. 1. vydání. Brno : Computer Press, a.s., 2006.
351 s. ISBN 80-251-1200-4.
 
 
Termín odevzdání diplomové práce je stanoven časovým plánem akademického roku 2015/16
 
 
 
V Brně, dne
 
 
 
L. S.
 
 
 
 
     
  
doc. Ing. Aleš Vémola, Ph.D.
ředitel
 
4 
Abstrakt 
Tato práce se zabývá problematikou informačního systému určeného k organizování 
turnajů a lig v e-sportech. Jejím účelem je navrhnout změny v informačním systému 
organizace. Za účel si také klade vybrat vhodné turnajové systémy a systémy žebříčků pro 
implementaci v informačním systému a do požadavků na systém zahrnout poznatky získané 
od hráčů. Tato práce hledá rizika, která existují v současném stavu informačního systému, 
a navrhuje na ně opatření. 
Abstract 
This work deals with information system designed to organize tournaments and leagues 
in e-sports. Its purpose is to propose changes in the information system of the organization. 
Another purpose also aims to select suitable systems and tournament leaderboards for 
implementation in the information system and system requirements include knowledge gained 
from the players. This work seeks the risks that exist in the current state of information system 
and proposes measures for them.  
 
 
 
 
 
 
 
 
 
 
Klíčová slova 
Informační systém, změna, riziko, e-sport, turnaj, liga 
Keywords 
Information system, change, risk, e-sport, tournament, league 
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1  ÚVOD 
S rozvojem výpočetní techniky a snížením její ceny se hraní počítačových her stává stále 
častějším koníčkem náctiletých a mladých lidí. Můžeme dnes vidět více chlapců a dívek 
bavících se o počítačových hrách než o fotbalu nebo skákání přes švihadlo. Tato široká hráčská 
základna vytváří prostor pro čím dál častější profesionální hraní počítačových her. Tedy takové, 
za které hráči vydělávají peníze. A to je e-sport. Počítačové hry co se počtu hráčů a fanoušků 
týká, jsou nyní ve velkém rozkvětu. Ve světě se pořádají mistrovství a světové turnaje, které 
vyprodávají stadiony a mají obrovskou sledovanost. Týmy profesionálních hráčů mají stejně 
jako sportovní týmy svoje sponzory a kolem jednotlivých her se rozpoutává obrovská bouře 
marketingu. To vše jsou jasné indicie k tomu, že přibývá firem a organizací, které se zabývají 
organizováním takových herních událostí. Tyto firmy potřebují sofistikované informační 
systémy, neboť jejich klientela je zvyklá na vysoký standard co se týče informačních 
technologií, a organizování turnajových systému pro taková množství lidí, která se mohou 
připojit on-line, není vůbec jednoduché. Právě takovou organizací, která vstupuje na tento 
poměrně nový trh, a jejím informačním systémem se bude zabývat tato práce. 
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2  TEORETICKÁ VÝCHODISKA 
2.1 INFORMAČNÍ SYSTÉM 
Označení informační systém se skládá ze dvou pojmů, které jej téměř úplně vystihují 
v tom nejobecnějším pojetí slova smyslu. Proto v první řadě vysvětlím každý pojem zvlášť. Pro 
úplné vysvětlení pojmu informace budeme potřebovat definovat pojem data. 
2.1.1 Data 
Data reprezentují nějakou skutečnost v reálném světě. Nemusí pro člověka či 
informační systém samy o sobě vůbec mít význam a v tomto případě můžou být například 
pouze uložena k pozdějšímu zpracování. Stejná data mohou být prezentována různými způsoby 
a chápána jinak v závislosti na jednotlivci, informačním systému, normách nebo zvyklostech. 
V oblasti informatiky se pojem data často zužuje na jejich reprezentaci v konkrétní 
informační technologii, například na uložení za pomocí různých datových typů. V oblasti 
ekonomiky jsou pak za data považovány obecnější zdroje a jakákoli prezentace dat i mimo 
informační technologie. Obě oblasti se shodují na tom, že data jsou součástí informačních 
systémů, ale jejich definice se v některých ohledech liší. To bude popsáno níže. 
2.1.2 Informace 
Pojem informace je denně používán a většinou laiků chápán zcela intuitivně, když však 
dojde na formální definici, je chápán rozdílně v mnoha různých oborech. Vzhledem k zaměření 
této práce, která prolíná od oboru informačních technologií přes herní studia (game studies) až 
po ekonomiku a management, bude pojem informace v této kapitole definován. Například 
i podle prof. Hrušky, “Pojem informace může být z filosofického hlediska chápán na velmi 
vysoké úrovni abstrakce…“ a „Různé vědy se k pojmu informace stavějí různě. Vědy exaktnější 
používají přesnějších a méně abstraktních definic tohoto pojmu.“ [3] 
Definice v oboru informačních technologií je pak jednou z těch nejexaktnějších. Jako 
definici informace v oboru informačních technologií pak prof. Hruška uvádí: „Informace jsou 
data, která mají sémantiku (význam).“ [3] 
Na druhou stranu je zajímavé také pojetí informace z oboru kybernetiky, kdy Wiener 
uvádí: „Informace je informace, není to ani hodnota ani energie.“ [4] 
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V chápání ekonomie se pak informace používá v obecnějším slova smyslu jako jakékoli 
sdělení či zpráva, a to včetně různých druhů a způsobů působení multimédií nebo obecně 
hromadných sdělovacích prostředků. [5] 
V oblasti podnikové informatiky je chápání pojmu informace podobné jako 
v informačních technologiích. Je zde kladen důraz na to, že pojem informace je článkem 
zpracovatelského řetězce, který se skládá z: reálného světa, dat, informací a znalostí v tomto 
pořadí. Data jsou označována jako surovina pro přípravu informací.  Stejná publikace od Gály 
pak stanovuje vlastní definici: „Informace je zpráva o tom, že nastal určitý jev z množiny 
možných jevů a tím se u nás (u příjemce) snižuje nebo zcela odstraňuje neznalost o tomto jevu.“ 
[5] 
2.1.3 Systém 
Definici pojmu systém budu čerpat z poznatků vědní disciplíny systémové 
metodologie. V publikaci Systémová metodologie prof. Přemysla Janíčka lze nalézt definici 
pojmu s důkladným rozborem včetně historických podkladů. Zmiňuje definici systému jako 
stroje s pevným uspořádáním částí a procesů jako zastoupení prvotního technického pojetí 
(Ashby v roce 1961) nebo systém jako množinu objektů spolu se vztahy mezi nimi a mezi jejich 
atributy (Klír, Vlach v roce 1964). [6] 
Dále upozorňuje na lingvistické problémy a zjednodušování anglických pojmů „real 
system“ a „abstract system“ na pouhé „system“. K těmto dvěma pojmům vysvětluje jejich 
odlišné významy. V prvním případě se jedná o význam „entita je systém“, na vysvětlenou prof. 
Janíček uvádí: „Entita m uvedené systémové vlastnosti1, nezávisle na tom, zda má reálnou nebo 
abstraktní podstatu. V tomto významu se pak začal pojem systém používat v nejrůznějších 
významech: v technice existují systémy potrubí, mazací, vysílací, tlumicí, řídicí, v lékařství 
systémy svalově-kosterní, srdečně-cévní; existují systémy hospodářské, politické, herní, 
postelové, stavební, montážní atd.“ [6 str. 25-A] V druhém případě se jedná o význam „systém 
je abstraktní entitou (objektem)“. K tomu je uvedeno vysvětlení následující: „systém je 
abstraktní entitou (objektem) vytvořený určitým subjektem S a přiřazený jiné entitě (reálné 
nebo abstraktní) těmito procesy: abstrakce, zobecnění a formalizace všeho podstatného, co 
                                                 
1 systémové vlastnosti viz [6] 6-A  
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souvisí s řešením konkrétního problému P v entitě Ω na určité rozlišovací úrovni. Proces 
přiřazení abstraktní entity jiné entitě se označuje jako vytvoření systému ∑ (Ω) na entitě Ω.“ 
[6 str. 25-A]. Jako účelné vidí prof. Janíček pojmové rozlišení v češtině na systém a soustavu. 
Pojem soustava přiřazuje prvnímu významu a pojem systém druhému uvedenému významu. 
Dále prof. Janíček uvádí často užívanou definici systému, která dle něj obsáhne i pojem 
soustava, a to: „Systém je účelově definovaná množina prvků a vazeb mezi nimi, jež vykazují 
jako celek určité vlastnosti (chování).“ Tato definice je bohužel příliš zjednodušující a 
nesystémová. Pokusíme se tedy rozhodnout, ve kterém pojetí bude pojem systém pro potřeby 
této práce jako součást pojmu „informační systém“ používán. [6] 
Dle nabytých znalostí z oblasti návrhu informačních nebo databázových systémů by pro 
problematiku definování pojmu informační systém vyhovovalo druhé pojetí, a to ve smyslu, že 
při návrhu a vytváření informačního systému děláme abstrakci systému reálného. Při další studii 
Janíčkovy publikace proti tomu nalézám v kapitole „Poznámky k členění soustav a systému“ 
v části „Členění soustav“ členění podle funkčního zaměření soustavy (cílového chování) 
„informační soustavu“, která zajišťuje přenos různých typů informací. Podle tohoto zjištění 
tedy přiřazuji systému pro další použití v této práci vysvětlení číslo jedna a pojem systém je 
v tomto případě dle systémové metodologie správně označen jako soustava. Taková soustava 
může být reálná nebo abstraktní, což nám vyhovuje, a musí splňovat systémové vlastnosti. 
2.1.4 Rozdílné pojetí informačního systému podle oboru 
Jak už bylo načato v kapitole 2.1.2 Informace, stejně tak jako odborníci různých oborů 
definují různě pojem informace, tak se na pomezí informatiky, ekonomie a managementu 
setkáváme s různým pojetím celého pojmu informační systém. Tento rozdíl se projevuje už 
prostým běžným používáním pojmu, není potřeba zacházet do striktních definic. Zatímco 
informatici se při hovoření o systému omezují především na jeho technickou stránku a všechno 
ostatní je označováno za vstupy nebo okolí systému, tak v kontextu zejména manažerském se 
informačním systémem rozumí především výměna informací v rámci podniku nebo obecně 
mezi jednotkami, a informační systém tak, jak byl popsán v předchozí větě, je pouze 
technologickou oporou nebo někdy pouze doplňkem informačního systému. Informační systém 
v tomto pojetí může být například asistent zapisující hodnoty do MS Excel a odesílající tento 
dokument e-mailem nadřízenému pracovníkovi. Často bývá v tomto pojetí označován jako ICT 
(Information and Communication Technology). Někdy je pojem informační systém dokonce 
zaměňován s jedním prvkem z modelu 7S faktoru, a to „System“. Naopak v pojetí 
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informatickém chápeme informační systém jako například konkrétní naprogramovaný ERP 
nebo CRM systém, případně více takových systémů integrovaných v jedno řešení. 
Pro analýzu prováděnou v této práci bude informační systém chápán v obecnější verzi, 
tedy ne pouze jako technologie, hotové programy či webové aplikace a podobné. V závěru 
práce v kapitole 9 Navrhované změny bude informační systém pojat především jako aplikace 
technologie. Na tuto změnu upozorním. 
2.2 BEZPEČNOST INFORMAČNÍCH SYSTÉMŮ 
Bezpečnost informačního systému je nedílnou a stále důležitější součástí celkové 
bezpečnosti organizace. Bezpečnost informačního systému pod sebe zahrnuje několik oblastí, 
počínaje fyzickou ostrahou například hardwaru proti jeho zcizení nebo zničení, zabezpečením 
softwaru, protože i ten může být zcizen nebo poškozen, a ochranou dat. Tyto oblasti jsou pro 
ochranu stejně důležité jako jiné zdroje a investice organizace. Bezpečnost informačního 
systému nelze řešit izolovaně, musí být součástí bezpečnostní politiky celé organizace. Dle 
Hanáčka je bezpečnostní politika organizace definována takto: „Bezpečnostní politika IT 
organizace (také celková bezpečnostní politika IT) se v tomto kontextu zabývá výběrem 
bezpečnostních zásad a předpisů splňujících bezpečnostní politiku organizace a obecně 
definujících bezpečné používání informačních zdrojů v rámci organizace nezávisle 
na konkrétně použitých informačních technologiích (určuje, která data jsou pro organizaci 
citlivá, kdo je za ně odpovědný, předpisuje infrastrukturu zabývající se v rámci organizační 
struktury organizace bezpečností, vymezuje základní omezení, která se musí respektovat 
apod.).“ [25] Konkrétní řešení pro konkrétní používaný informační systém v organizaci, 
implementaci bezpečnostních opatření a další specifické bezpečnostní opatření řeší 
“Bezpečnostní politiky informačního systému organizace”. Zejména těmito se v práci budu dále 
zabývat. [25] 
V oblasti bezpečnosti se využívá mnoho specifických pojmů. Část těchto pojmů je 
obdobná jako v klasické rizikové analýze. Jedná se o pojmy „zranitelné místo“, „hrozba“, 
a „riziko“. Dále se v souvislosti s těmito využívají pojmy „útok“ a „útočník“. Specifické pojmy 
využívané v této oblasti jsou „důvěrnost“, „integrita“, „autenticita“ a „dostupnost“, které jsou 
dle Hanáčka označovány za cíle bezpečnosti IS. 
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2.2.1 Zranitelné místo, hrozba a riziko 
Zranitelná místa jsou všechny slabiny v informačním systému, které jsou potenciálně 
zneužitelné na provedení útoku v tomto místě. Můžou být různých povah: hardwarové, 
softwarové, fyzické, lidského selhání, procesní a tak dále. 
Zranitelných míst využívají hrozby. To jsou jakékoli okolnosti, které mohou svým 
aktivováním způsobit bezpečnostní incident. Hrozby potenciálně ohrožují aktiva, která se 
nacházejí v informačním systému (data, SW, HW…). Hrozby souvisejí s konkrétními 
zranitelnými místy a jejich kombinace vytváří riziko. Riziko je pravděpodobnostním 
vyjádřením toho, jaké škody mohou na určitém aktivu nastat při aktivování hrozby. Velikost 
rizika je v tomto případě určena součinem hodnoty aktiva a pravděpodobností aktivování 
hrozby.  
Na zjištěná rizika je reagováno opatřeními. Opatření mohou být buďto preventivní, 
minimalizující šanci na vznik nebezpečné události, nebo omezující, které minimalizují vzniklé 
škody. U opatření je vždy potřeba uvažovat jejich efektivitu. Zjednodušeně řečeno investice 
vložené do opatření nesmějí převýšit hodnotu, která by byla ztracena v případě scénáře 
bezpečnostního incidentu bez aplikovaného opatření. 
2.2.2 Útok a útočník 
Útočník je osoba, která se pokouší využít zranitelného místa systému, a to za různými 
účely. Rozeznáváme různé záměry útočníků, kteří způsobí bezpečnostní incident. Za útočníka 
považujeme takového narušitele, který bezpečnostní incident způsobil úmyslně. Řada incidentů 
se však děje neúmyslně. Může jít například o živelné katastrofy, prosté opotřebení nebo lidské 
selhání, například zásah uživatele, který neví, co dělá. Uživatelé, kteří nejsou proškoleni a mají 
zbytečně rozsáhlý přístup k systému, mohou pro organizaci mnohdy představovat větší riziko, 
než například úmyslný útok hackera zvenčí. Proto nedílnou součástí bezpečnostní politiky IS 
musí být pravidelná školení uživatelů a dobře nastavený systém uživatelských práv. 
Útočníci, kteří využívají zranitelná místa systému záměrně, nemusí takto činit vždy se 
záměrem uškodit organizaci. Může jít o neškodné pokusy osoby, která to zkouší pouze 
ze zvědavosti, nebo záměrně najmutí odborníci, kteří takto hledají slabiny systému dříve, než 
to udělá někdo s negativní motivací. 
Útok pak může být proveden mnoha rozdílnými způsoby. Od fyzického průniku 
do budovy a zcizení HW nebo dat, přes napadení uživatelů a zneužití SW ve firmě až po útoky 
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prostřednictvím počítačové sítě. Na následujícím obrázku je schéma zahrnující všechny výše 
zmíněné pojmy. 
 
Obrázek 1: Vztah pojmů bezpečnosti IS. Zdroj: vlastní tvorba 
Většina útoků je prováděna pomocí škodlivého softwaru (mallware) nebo sociálního 
inženýringu či kombinace obojího. Výjimečné nejsou ani útoky typu „SQL Injection“, „Denial 
of Service“ nebo prosté využití výpočetního výkonu HW organizace pro účely výpočtů někoho 
jiného. 
SQL Injection je útok, kdy jsou prostřednictvím neošetřených vstupů do informačního 
systému (vstupní pole formulářů) vkládány kusy kódu, které mohou interagovat s databázovou 
vrstvou aplikace. Ošetření takových vstupů je poměrně nenáročná záležitost a mělo by být 
součástí každého systému.  
Denial of Service (DoS) je útok, který spočívá v zahlcení serveru vykonstruovanými 
požadavky, v jehož důsledku pak server nestíhá vyřizovat požadavky reálných autorizovaných 
uživatelů. 
17 
2.2.3 Cíle bezpečnosti IS 
Prvním cílem bezpečnosti je zaručení důvěrnosti. Tento cíl je splněn tehdy, pokud 
k aktivům mají přístup pouze autorizované subjekty. Důvěrnost může být porušena například 
odposlechem nebo špatně přidělenými právy, prolomením slabého hesla, rozluštěním 
šifrovaných zpráv nebo příliš upovídaným uživatelem. Prolamování důvěrnosti je často útok 
pro získání dat organizace. 
Druhým cílem je integrita. Splnění tohoto cíle zajišťuje, že data nebudou modifikována 
nikým jiným než autorizovanými subjekty. Opět je ohrožena vyzrazením hesla, špatně 
nastavenými právy nebo prolomením šifrování a podobně. Integrita dat může být také narušena 
například technickou závadou na nosiči dat. 
Třetím cílem je autenticita. To je prostý požadavek na zaručení ověřitelnosti původu 
informace. Autenticita může být zajišťována například elektronickým podpisem dokumentů. 
Posledním cílem bezpečnosti je dostupnost. Pro splnění tohoto cíle musí být zaručeno, 
že autorizovaným uživatelům nebude odmítnut přístup ke službě, kterou mají právo v daném 
čase vyžadovat. Ohrožení dostupnosti právě způsobují útoky typu Denial of Service. 
2.3 E-SPORT  
Úvodem této kapitoly rozeberu, s jakými variantami názvů se u e-sportu můžeme setkat 
v literatuře, článcích a komunitě. V popisných dokumentech se často využívá celého 
nezkráceného názvu „electronic sports“, který zastánci jakékoli varianty zkráceného názvu 
respektují. Pro běžnou řeč či propagační důvody je tento název neelegantní a začaly se 
objevovat jeho zkráceniny podobně jako u elektronické pošty (electronic mail). V češtině ani 
v angličtině se nestává, že by si lidé mezi sebou řekli: „Poslal jsem ti to elektronickou poštou.“ 
Stejně tak je tomu u e-sportu. Používané varianty jsou také obdobné jako u e-mailu. Můžeme 
se setkat s označením s pomlčkou nebo bez a rovněž se mění velikost písmen. Nejčastěji jsou 
pak vidět varianty: eSport, esport, e-sport, e-Sport. Pro potřeby této práce budu využívat 
variantu s pomlčkou, stejně jako se ustálilo u „e-mailu“. Neodsuzuji ani označení se všemi 
malými písmeny bez pomlčky, protože je to praktické, dobře se používá v textu a na rozdíl 
od „emailu“ nemá jiný význam2. Používání velkých a malých písmen nechám v kontextu 
použití českého jazyka beze změn a nebudu rozdíl velkých a malých písmen považovat jako 
                                                 
2 „email“ – označené lesklé krycí povrchové barvy, aplikován například na rytířské zbroje  
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změnu termínu. Variantu „e-sport“ můžeme také najít v oxfordském slovníku, kde je definován 
takto: „A multiplayer video game played competitively for spectators, typically by professional 
gamers.“ [7] 
Další termín, se kterým je možné se setkat v oblasti e-sportu, je „Progaming“. Tento 
pojem je starší než e-sport, ale v oxfordském slovníku jej nenajdeme. Ačkoli se často tyto 
pojmy chápou jako synonyma, osobně je odděluji následovně: Progaming je hraní jakékoli 
počítačové hry s cílem vydělávat za to peníze. Může se jednat o malé turnaje s účastí minima 
nebo žádných diváků. Na rozdíl od toho e-sport je zaměřen převážně na diváky a dále se dá 
klasifikovat obdobně jako běžné sporty.  
2.3.1 Co je e-sport? 
Jak tedy vyplývá z rozebrání pojmu e-sport po jazykové stránce a jeho definice 
v oxfordském slovníku, jedná se o kompetitivní hraní počítačových her, které je směrováno 
na diváky. Je tedy to, co z hraní počítačových her dělá e-sport, právě cílení na diváky? Nebo je 
to podobnost s běžnými sporty? Často se dokonce řeší, jestli je možné o e-sportu vůbec hovořit 
jako o sportu, nebo ho dokonce mezi sporty zařadit. Což je stejná úvaha, kterou někteří nadšenci 
propagují například u šachů. Stejnou otázku si klade i autorka knihy Raising the Stakes [8]. 
Na rozdíl od turnajů v šachu zaplňují turnaje v e-sportech celé stadiony diváky. Hráči jsou 
populární postavy a idoly mladých hráčů a hráček. Sledovanost neklesá ani mimo hlavní 
světové turnaje. Jak uvádí Taylor, liga ve hře Starcraft má větší sledovanost než jiné sporty 
v Koreji. [8] 
„It is the Pro Starcraft3 league that can be called a sport, like the pro baseball league or 
pro basketball league. The league has all the requirements to be called as a professional sport. 
Competitions, winners and losers, and fans. It is a matter of how popular the league can be 
among the people.” – úryvek z Korea Times 2004a uvedený v [8]. 
E-sport v dnešní podobě, kdy probíhají světové turnaje s obrovským množstvím diváků 
jak přímo na místě, tak i přes vysílání, se širokou hráčskou základnu, profesionální komentátory 
a analytiky a profesionálními týmy a hráči, pro které je to hlavním zdrojem obživy, mají týmy 
lidí, kteří je připravují na zápasy a tak dále, můžeme s normálními sporty směle srovnávat. 
Oponovat by bylo možné nedostatečným množstvím fyzické aktivity. To by se však dalo říct 
                                                 
3 Real-time strategy game, http://eu.battle.net/sc2/en/ 
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například také o závodní střelbě. Stejně tak musí mít i hráči e-sportu výborně vycvičené reflexy 
a „přesnou mušku“. 
V loňském listopadu (2015) vyšel zajímavý text z Game Research Lab na Univerzitě 
v Tampere, kde už definují e-sport jako „eSports is as a form of sports where the primary 
aspects of the sport are facilitated by electronic systems; the input of players and teams as well 
as the output of the eSports system are mediated by human-computer interfaces. In more 
practical terms, eSports commonly refer to competitive (pro and amateur) video gaming that is 
often coordinated by different leagues, ladders and tournaments, and where players customarily 
belong to teams or other ‘sporting’ organizations who are sponsored by various business 
organizations.“ [9] Ve své práci se také zabývají porovnáváním s běžnými sporty. Oproti 
L. Taylor se navíc zabývají parametrem, jestli se zápasy odehrávají v reálném nebo virtuálním 
světě. E-sport pak přirovnávají k „e-Commerce“, kde vidí lingvistické použití předpony „e“ 
udávající stejný smysl. V e-Commerce se produkty prodávají jak v reálných, tak ve virtuálních 
obchodech. 
2.3.2 E-sport na české herní scéně 
Chápání pojmu e-sport v rámci české herní komunity bylo součástí dotazníku 
zpracovaného v této práci4. N začátku dotazníku byli hráči bez specifikované definice pojmu 
e-sport dotázáni na to, které počítačové hry podle nich jsou e-sporty a které ne. Odpovědím 
jasně dominovalo následujících šest her uvedených v tabulce, která popisuje, kolik procent 
respondentů zvolilo u dané hry možnost „Hra je rozhodně e-sport“ a „Hra je spíše e-sport“. 
 
  Rozhodně Spíše 
Counter  Strike 84,15 % 9,39 % 
DotA 2 83,17 % 7,44 % 
League of Legends 72,80 % 12,52 % 
StarCraft II 69,67 % 10,18 % 
Heroes of the Storm 56,95 % 16,83 % 
Hearthstone 54,40 % 18,59 % 
Tabulka 1: Které hry jsou považovány za e-sport. Zdroj: vlastní tvorba 
V druhé otázce byli respondenti požádáni, aby se vyjádřili, která kritéria je ovlivňovala 
při posuzování, jestli je hra e-sport nebo ne. U každého kritéria mohli zvolit, jestli pro jejich 
                                                 
4 Podrobné informace o provedeném dotazníkovém šetření můžete najít v kapitole 7 Uživatelské 
požadavky. 
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rozhodování bylo důležité, jestli jej ovlivnilo, jestli toto kritérium vůbec souvisí s hodnocením 
e-sportu nebo je zcela nedůležité. Tyto čtyři kategorie přiřazovali následujícím osmi kritériím:  
 zda existují fanoušci, 
 zda existují „streameři“5 
 zda existují komentátoři zápasů 
 zda se hraním hry vydělávají peníze 
 zda probíhá kooperace s jinými hráči 
 zda hra umožňuje pozorování jinými hráči bez zásahu do ní (mód pozorovatele) 
 zda hra probíhá v uzavřené arén 
 jestli je hra vyvážená (oba hráči nebo týmy mají na začátku hry stejnou šanci 
vyhrát, tato šance není nijak výrazně ovlivněna například výběrem postavy atd.) 
Jak respondenti hodnotili uvedená kritéria je znázorněno v následujícím grafu v odpovídajícím 
pořadí. 
                                                 
5 Slangové slovo, které popisuje osobu vysílající na internetové televizi hraní počítačové hry v přímém 
přenosu. Fenomén se velmi rozšířil prostřednictví portálu Twitch TV (https://www.twitch.tv/) 
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Obrázek 2: Kritéria důležitá pro e-sport. Zdroj: exportováno z Google Forms dotazníku 
Jako nejdůležitější kritérium nejvíce respondentů označilo požadavek na vyváženost 
hry. Z doplňujících odpovědí také plynulo, že záleží také na rovných šancích nejen v rámci 
jedné hry, ale také v ligách a turnajích. Hráči byli dále tázáni i na otázky týkající se přímo 
turnajů, které budou podrobněji rozebrány v kapitole 7 Uživatelské požadavky. 
Mimo uvedené množnosti respondenti v odpovědích často zmiňovali také kritérium 
vysoké závislosti výhry na schopnostech a tréninku hráče („skill-based“) a s tím související 
nízký vliv náhody (případně generátoru pseudonáhodných čísel – RNG). Druhým často 
zmiňovaným kritériem byl požadavek na dostupnost hry široké veřejnosti (cena, nároky 
na hardware) a požadavek, aby hra nezvýhodňovala hráče na základě množství vložených 
financí, například při mikro transakcích (tzv.: „Pay to win“). 
2.4 TURNAJOVÉ SYSTÉMY A LIGY 
V současné scéně e-sportů můžeme vidět již mnoho zavedených turnajů a lig jak 
v celosvětovém měřítku, tak v České Republice. Jejich struktura ani systémy hry nejsou zdaleka 
sjednocené. Některé turnajové systémy, které známe ze sportu, se prolínají napříč různými 
e-sporty. Jindy zase můžeme u stejné hry vidět různé modely a systémy, stejně jako je to 
například u šachů. 
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2.4.1 Turnajové systémy 
Základní způsob, jak spravedlivě vyhodnotit nejlepšího hráče turnaje, je klasická 
turnajová tabulka, kdy každý účastník turnaje odehraje zápas s každým dalším účastníkem. 
Z každou výhru získá bod, za remízu půl bodu a za prohru žádný. Tento základní přístup má 
hned několik nevýhod. Při velkém množství hráčů je potřeba odehrát velké množství zápasů a 
to může zabrat množství času, které není vždy k dispozici. Může se stát, že dva hráči s nejvíce 
body mají na konci turnaje stejný počet bodů. Jako další nevýhoda se uvádí nezohledňování 
síly soupeře v přidělených bodech. 
Počet odehraných kol se snaží eliminovat švýcarský systém, který na začátku určí, kolik 
kol bude odehráno, a všichni hráči hrají stejný počet kol. Soupeři do prvního kola jsou buď 
losováni, nebo rozděleni podle jiného hodnocení (třeba aktuální pozice v lize). Cílem 
švýcarského systému je, aby po celý turnaj proti sobě hráli co nejvíce vyrovnaní soupeři. 
Po každém kole se vybírají do dvojic soupeři s nejbližším bodovým hodnocením. Také se musí 
zajistit, aby žádní dva soupeři proti sobě nehráli více než jednou. 
Další možností jak snížit počet kol jsou eliminační turnaje, tzv. pavouci. Základní verze 
těchto systémů je, že ten hráč, který prohraje, vypadává z turnaje, a vítězové se pak utkají mezi 
sebou. Dvojice nejsou vybírány podle hodnocení, ale postupují grafickým znázorněním 
pavouka, tak jak byl na začátku postaven. Tento způsob se nazývá jednoduchá eliminace (single 
elimination). Existují modifikace, například varianta, kdy hráči, kteří prohráli, dále hrají o nižší 
pozice umístění v dolním pavouku. Nebo modifikace, kdy i hráč, který se na začátku propadl 
do spodního žebříčku, má stále šanci vyhrát, pokud porazí všechny v dolním pavouku. Tato 
úprava řeší situaci, kdy velmi dobrý hráč spadl do spodního žebříčku z důvodu, že na začátku 
narazil na velmi silného hráče (potenciálního vítěze), nazývá se dvojí eliminace (double 
elimination). Tento systém se používá například v turnajích pro hru League of Legends6 
(MOBA) nebo karetní hru Hearthstone7. 
Při opravdu velkém množství hráčů je možné využít systém skupin. Skupiny hrají 
paralelně a vítězové daných skupin pak postupují výše a hrají některou z výše uvedených 
možností. Pro hraní ve skupinách je možno zvolit jakýkoli systém, typicky to ale bývá „každý 
s každým“. 
                                                 
6 http://eune.leagueoflegends.com/ 
7 http://us.battle.net/hearthstone/en/ 
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Možnost dvou vítězů se stejným počtem bodů se snaží eliminovat pomocná hodnocení 
turnajů, známá především z šachu. Pro švýcarský systém je to například hodnocení Buchholz. 
Toto hodnocení udává součet bodů všech soupeřů hráče v turnaji. Vyhrává pak ten ze dvou 
hráčů se stejným počtem, jehož soupeři byli kvalitnější, tedy měl větší Buchholtz. Pro tabulkové 
turnaje pak můžeme vidět užití hodnocení Neustadtl Sonneborn-Berger, které může být dalším 
kritériem po Buchholtzu. K hodnocení používá i body soupeřů, se kterými hráč remizoval.  
2.4.2 Hodnocení lig 
Elo8 je systém hodnocení hráčů v národním nebo jiném žebříčku, který je založen 
na statistice. Koeficient Elo v jednoduchosti funguje tak, že po každé výhře dostane vítěz jeden 
bod svého soupeře. Hodnoty koeficientu Elo dvou hráčů pak udávají, jakou procentuální šanci 
má hráč na výhru/prohru tohoto zápasu. Elo koeficient se stal také základem pro velké množství 
lig v e-sportech. Tento koeficient se dá také přepočítat na různé kvantily a rozdělit tak hráče 
do výkonnostních skupin. Takové rozdělení můžeme vidět například u šachů, kdy jsou hráči 
rozděleni do tříd. U šachů jsou třídy následující: Senior master, Master, Expert a řada tříd 
„class“ označených od A po J. 
Z Elo koeficientu vychází většina hodnocení hráčů v ligách v e-sportů. Vzhledem 
k širokému počtu hráčů každé jednotlivé hry se pak vybírají hráči nebo týmy s podobnými 
hodnotami Elo k dalším zápasům z celého regionu, ve kterém hráč hraje (viz úvod kapitoly, 
kde je zmíněno geografické členění a globalizace). 
V následujících odstavcích budou popsány tyto principy na několika konkrétních 
počítačových hrách. Pro demonstraci jsou zvoleny hry, které dominovaly výsledkům 
zpracovaného dotazníku, tak, aby postihly více herních žánrů. Roli samozřejmě hrálo i mé 
vlastní subjektivní hodnocení a míra znalosti jednotlivých her. 
Obdobné rozdělení jako u šachu můžeme vidět například u hry League of Legends 
(MOBA), která původně využívala Elo rating a rozdělovala hráče do úrovní Bronze (0-1249), 
Silver (1250-1449), Gold 1450-1649) a Platinum (1650-1849). V další sezóně pak přidali 
nejvyšší kategorii Diamond (1850+). Čísla uvedená v závorkách jsou koeficienty Elo v druhé 
sezóně. V první sezóně začínala kategorie Bronze na 1249 a nepočítalo se s nižšími čísly, což 
                                                 
8 Psáno s malými písmeny, protože se nejedná o zkratku, jak se někteří hráči mylně domnívají, ale o 
jméno tvůrce. 
24 
se ukázalo jako nefunkční. Hranice mezi kategoriemi obecně byly v první sezóně nižší než 
v druhé. Pomocí Elo koeficientu se pak vybírají hráči/týmy, které spolu budou hrát. [12] 
Zajímavým jevem v této hře je také „Elo decay“. Jde o postupné automatické snižování 
Elo koeficientu u dlouho neaktivních hráčů. Společnost Riot Games, která vydává hru League 
of Legends, napsala v poznámkách k opravě 417: „Ranked inactivity decay is meant to ensure 
that only the best active players can hold on to their position through a season. While this makes 
sense for the most competitive tiers, it just ends up as source of stress for the rest of the ladder. 
To that end, we've removed inactivity decay for silver and gold (bronze was already immune – 
we fixed a bug where this wasn't the case for promo series).“ [14] Jindy se hovoří o tom, že 
„Elo decay“ je dobrý z důvodu nezkreslování výsledného žebříčku. E-sporty se velmi rychle 
vyvíjejí a dlouho nehrající hráč nejen, že ztratí cvik, ale také ztratí přehled o novinkách ve hře 
(taktiky, herní mechanismy, změny ve vzhledu…). S hráči na původním Elo, které měl před 
pauzou, by pravděpodobněji prohrával, než měl vyrovnané zápasy, a to by mohlo vést k nárůstu 
bodů protihráčů, které by získali s menším úsilím. Další teorie pak říká, že jde o čistě 
marketingový tah, který se buď snaží zajistit, aby takový hráč nebyl demotivovaný, nebo ještě 
razantněji se snaží hráče nutit pravidelně hrát hru, aby byl stále aktivním zákazníkem. 
V třetí sezóně nastaly ve hře League of Legends velké změny. Došlo k rozdělení 
kategorií na podčásti. Kategorie se nazývají „Tiers“ a jejich podúrovně „Divize“, těch je 5 
v každé kategorii. A přidaly se další dvě kategorie: Master (až ve čtvrté sezóně) a Challanger. 
Umístění hráče teď určují dva parametry: „League points“ (LP) a „Match Making Rating“ 
(MMR). MMR je hráčům skryto, dostupná je pouze hodnota LP. Po odehrání hry hráč dostane 
nebo ztratí určité množství LP, které je ovlivněno MMR obou protivníků. Tzn.: Při porážce 
soupeře s vyšším MMR získá hráč více LP než při porážce soupeře s nižším MMR. Přesný 
vzorec těchto výpočtů bohužel nebyl vydávající společností zveřejněn. Další novinkou ve třetí 
sezóně je přidání tzv. „Promotion and Demotion“. Ty způsobují to, že při přechodu z jednoho 
Tieru do vyššího, když hráč nasbíral 100 LP, je potřeba splnit určitá kritéria. Nyní konkrétně 
vyhrát tři z pěti zápasů o postup.  Při přechodu mezi divizemi je potřeba vyhrát dva ze tří zápasů. 
Jedná se o obdobu toho, co můžeme vidět u běžných sportů. K sestoupení na nižší úroveň dojde 
při poklesu LP bodů na nula. 
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Obdobný model využívá i hra StarCraft II9 (RTS), s téměř stejně pojmenovanými 
kategoriemi a postupem skrz divize. Nevyužívají žádné zápasy o postup a MMR je zde hráčům 
také skryt. (více viz: [15])  
Společnost Blizzard Entertimenet, která hru StarCraft II vydává, změnila rozložení, 
které bylo po dvaceti procentech pro každou kategorii, následovně: Bronze 8 %, Silver 20 %, 
Gold 32 %, Diamond 18 %, Master 2 %. Snížení nejnižší úrovně na pouhých 8 % hráčů provedli 
za účelem oddělení nováčků, kteří se s hrou teprve učí zacházet, od těch, kteří ji již plně ovládli 
a zlepšují teď svůj um. Navýšení se projevilo až v úrovni Gold, aby mohli hráči se Silver 
postupovat jako dříve. [16] 
K zajímavému rozdělení zkušených od nezkušených hráčů dochází také v karetní hře 
Hearthstone. Jsou zde úrovně rozděleny na „regular ranks“ a „legendary ranks“. Regular úrovní 
je 25, jsou pojmenovány podle postav ve hře a jsou pod legendary. Legendary úrovně jsou 
pouze očíslovány. Rozdělení do úrovní je následující: 75 % hráčů v 25 – 15, 17.5 % v 15 – 10, 
5.5 % v 10 – 5, 2 % v 5 – Legend, 0.5% Legend. Teprve v úrovni legend je aplikováno MMR. 
V regular ranku se hráč pohybuje pomocí získávání hvězdiček. Na různé úrovně je potřeba 
různé množství hvězdiček od dvou po pět. S každou třetí výhrou v řadě získává hráč bonusové 
hvězdičky, jinak se získává nebo ztrácí jedna hvězdička za hru. Pokud hráč spadne na úroveň 
regular 20, nemůže již dále ztrácet hvězdičky. Tento hvězdičkový systém urychluje postup 
dobrých hráčů na vyšší úrovně. Jelikož sezóna v této hře trvá jen měsíc, bylo by klasické Elo 
v takovém množství hráčů, jaké se vyskytuje v této hře, příliš pomalé. V případě legend úrovní 
už žádné hvězdičky nejsou. Po výhře je hráč posunut o několik legend úrovní nahoru. Kolik, to 
závisí na soupeři, hodnocení MMR v pozadí je i zde hráčům skryto. 
2.5 SOCIALIZACE 
V textu se často v souvislosti s hráčskou komunitou objevuje a bude objevovat pojem 
socializace. Socializace je celoživotní proces, kterým prochází každý jedinec od svého 
narození. Jedná se o proces začlenění do společnosti.  
„Socializace je souhrnem procesů a interakce mezi společností a jedincem, v nichž 
společnost působí na jedince tak, aby v sobě svým učením vytvořil vnitřní psychické 
                                                 
9 http://eu.battle.net/sc2/en/ 
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předpoklady nezbytné k participaci ve společnosti současně jako člen společnosti i jako 
relativně samostatný jedinec schopný řídit své jednání a odpovídat za ně.“ [10] 
V případě užití v této práci jde zejména o působení sociálních skupin, což jsou například 
rodina, spolužáci nebo kolegové, ale v tomto případě také spoluhráči, soupeři a ostatní lidi 
z komunity hráčů, se kterými mohou řešit například „theorycrafting“ – rozebírat taktiky a 
podklady a postupy ke hrám bez toho, aby je nutně museli hrát. Problém v této oblasti je právě 
to, že většina těchto hovorů probíhá on-line, kde je nízká úroveň důvěryhodnosti rozhovorů 
s lidmi, které jste nikdy nepotkali. 
Ve zpracovaném dotazníku 73 % respondentů uvedlo, že rozebírají taktiky a strategie 
s přáteli, a to méně často než jednou týdně. U této otázky je však potřeba přihlédnout k tomu, 
že respondenti dotazníku byli oslovováni na sociálních sítích zejména prostřednictvím skupin, 
které sdružují hráče k diskuzi nebo pořádání událostí. 
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3  METODY POUŽÍVANÉ K ANALÝZE IS, RIZIK 
A UŽIVATELSKÝCH POŽADAVKŮ 
3.1 HOS8 
Slouží k posouzení vyváženosti informačního systému firmy. Informační systém je zde 
chápán v širším slova smyslu, viz kapitola 2.1.4 Rozdílné pojetí informačního systému podle 
oboru. Pro potřeby této metody je informační systém rozdělen do osmi oblastí:  
 Hardware – technické vybavení firmy 
 Software – programové vybavení firmy 
 Orgware (odvozeno od organization) – pravidla pro povoz IS a bezpečnost, 
pracovní postupy 
 Peopleware – uživatelé, čili pracovníci organizace 
 Dataware – dostupnost, zpráva a bezpečnost dat 
 Zákazníci 
 Dodavatelé 
 Management 
Při aplikaci metody se provádí ohodnocení každé z osmi oblastí na stupnici 1 až 4 
(špatná, spíše špatná, spíše dobrá, dobrá). Sleduje se pak, jestli některé hodnoty nevyčnívají 
mimo. To indikuje, že je systém nevyvážený a tudíž nemůže mít optimální poměr ceny 
a výkonu. Koch uvádí, že „Celková úroveň systému je dána jeho nejslabším článkem.“ [18] 
Jako kritérium pak uvádí, že ne více jak tři oblasti se mohou odlišovat o více než jedna. 
V takovém případě už se systém za vyvážený prohlásit nedá. Výsledné nejčastější ohodnocení 
u jednotlivých oblastí by pak mělo odpovídat důležitosti systému pro firmu. Např.: je-li systém 
pro firmu existenčně důležitý, mělo by převažovat hodnocení 4 (dobrý). [18] 
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3.2 FMEA 
Je jednou z nejpoužívanějších metod pro analýzu rizik. Byla vyvinuta za účelem 
vyvarovat se chyb v provozu strojů. Využita byla například ve vesmírném programu NASA 
nebo firmou Ford. Koneckonců v automobilovém průmyslu se dodnes užívá jako stěžejní 
metoda. Její zkratka znamená „analýza možných vad a jejich důsledků“ (Failure Model and 
Effect Analysis). [18] 
„Metoda FMEA je metodou verbálně-numerickou, kvalitativně-kvantitativní, 
ratingovou a týmovou,“ uvádí prof. Janíček. [18] 
Tato metoda je vhodná v případě dobře zmapovaného a zdokumentovaného systému, 
kde jsou také známé faktory, které působí zvenčí, a předpokládá se, že pravděpodobnost vzniku 
poruchy je náhodná. Je vhodné mít v organizaci více osob, které dodávají podklady, a sestavit 
tým odborníků, kteří budou hledat možné vady, které se mohou vyskytnout, a sestavují tabulku 
FMEA, která obsahuje výčet možných vad, pravděpodobnost výskytu vady, závažnost vady, 
pravděpodobnost, že dojde k odhalení vady, a údaje o tom, jestli se vada dá opravit nebo jí jde 
úplně zamezit.  
Experti přiřadí hodnoty výše zmíněným atributům a z nich se poté sestaví atribut RPN 
(Risk Priority Number, rizikové číslo), které udává míru rizika. Hodnocení expertů může 
proběhnout v několika iteracích. RPN se vypočítá jako součin pravděpodobnosti výskytu, 
závažnosti a pravděpodobnosti odhalení vady. Podle RPN se pak rozhoduje, jaké opatření 
k jednotlivým situacím aplikovat. 
3.3 DOTAZNÍK 
Je jednou z technik získávání údajů o sociálních jevech. Slouží pro hromadné zjištění 
informací prostřednictvím sbírání subjektivních názorů jednotlivých osob. Osoby, které 
vyplňují dotazník, jsou nazývány respondenty. V ideálním případě se respondentům předávají 
dotazníky osobně. Existuje i mnoho služeb, které poskytují službu šíření dotazníku 
prostřednictvím internetu. Výhoda předávaných dotazníků je takový, že respondenti se 
dotazovateli cítí více zavázání. Tím se zvyšuje šance, že dotazník pečlivě vyplní a že budou při 
jeho vyplňování otevřenější. Pro účely této práce bylo použito šíření dotazníku elektronickou 
formou. V tomto případě to má hned několik výhod. Cílová skupina je na takový způsob 
dotazování zvyklá a prostřednictvím internetu lépe dosažitelná. Internet poskytuje více 
možností, jak šířit věci rychle mezi další lidi. Minimum respondentů pro celorepublikový 
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průzkum se udává 1000. Jelikož však cílíme pouze na podskupinu hráčů, spokojíme se 
s výsledek uváděným jako dostatečným pro průzkum v městě okresní velikosti, a to je 500. [11] 
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4  ORGANIZAČNÍ STRUKTURA 
4.1 PŘEDSTAVENÍ ORGANIZCE 
Jedná se o malou organizaci, která vzešla z komunitní iniciativy hráčů a hráček e-sportů 
a kompetitivních počítačových her. Hlavním záměrem je organizování událostí, které budou 
vytvářet možnosti zapojení širšího spektra hráčů a hráček do kompetitivního hraní počítačových 
her na lokální úrovni. V současné době jsou události lokalizovány maximálně na úrovni 
například kontinentů nebo jejich částí, což je dáno především extrémními kulturními rozdíly 
a technickými omezeními (vysoké odezvy ke vzdáleným serverů) jinak by si mohlo jednat 
o úplnou globalizaci. Tento faktor pak způsobuje, že herní komunita je z velké části pouze 
ve virtuálním světě. Právě toto je situace, kde organizátoři této iniciativy vidí příležitost pro 
změnu, přesunutím hraní z anonymizovaných týmů a turnajů globálního rozměru na internetu 
na tak malé geografické celky, aby se hráči mohli reálně setkávat a prohlubovala se tak 
socializace komunity. E-sporty by se tak zase o krok více přiblížili k obrazu klasických sportů 
a her. 
Organizace nyní zahrnuje dva členy, kteří budou v textu dále označování jako 
organizátoři a proměnlivě velkou skupinu dobrovolníků, kteří pomáhají s propagací událostí a 
projektu celkově a při pořádání a organizování nevirtuálních událostí. Oba členové jsou aktivní 
hráči některých e-sportů, strategických i karetních počítačových her. Zároveň jsou také 
programátory. 
Hlavním cílem organizace je tedy pořádat turnaje a sezónní ligy v e-sportech a 
kompetitivních počítačových hrách, pomáhat hráčům se sdružovat do týmů a v již existujících 
týmech ulehčovat organizaci týmu a účast v pořádaných událostech. To zahrnuje například 
usnadnění komunikace s novými členy týmu nebo soupeři a pořádání doplňujících akcí a aktivit 
za účelem ucelování komunity, jejího rozšiřování a šíření povědomí o problematice i pro širší 
veřejnost. 
Cílovou skupinou jsou především studenti a studentky, zejména vysokých škol. 
Sekundárně i středních škol. U těch je však potřeba brát v potaz omezení některých her kvůli 
věkovému omezení PEGI [2]. V některých případech se také setkáváme s odlišnou hranicí pro 
samotné hraní a pro účast na honorovaných turnajích. Například společnost Riot Games 
vydávající hru League of Legends dovoluje účast na turnajích hráčům starších šestnácti let 
i přes to, že PEGI hodnocení této hry je 13. [20] 
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4.2 PROCESY V ORGANIZACI 
Hlavním procesem organizace je proces, který začíná rozhodnutím jednotlivce zúčastnit 
se nějakého organizací pořádaného turnaje a končí v momentě, kdy je jednotlivec přihlášen do 
konkrétního turnaje nebo ligy a má zaplaceno startovné. Takového jedince budeme dále nazývat 
hráč. Druhým účastníkem tohoto procesu je organizátor. V hlavním procesu má organizátor 
roli spíše pozorovatele a vykonavatele administrativy. Nepříslušejí mu žádné rozhodovací 
úkony. Nejblíže rozhodovacím úkolům by mohly být například kontroly naplněnosti kapacity 
turnaje a finální výzva k platbě. Což je dobře zřetelné i z následující RACI matice a EPC 
diagramu. 
Následující znázornění zahrnuje linii hlavního procesu s podprocesem tvorby a 
přihlašování dalších hráčů týmu pro variantu týmových her. Naopak nezahrnuje kontroly 
naplnění kapacity a práci organizátora na přípravě turnajů. Tyto dvě problematiky budou 
probrány později jako samostatné procesy. 
4.2.1 Raci matice 
RACI matice je tabulkový zápis procesu v organizaci, který na jednu osu vynáší aktivity 
a na druhou role. V matici samotné je pak označena jedna ze čtyř variant vztahu role a aktivity, 
které jsou k dispozici následující: 
R – Responsible – fyzická zodpovědnost role za aktivitu 
A – Accountable – takzvaná manažerská zodpovědnost. Většinou se jedná 
o zodpovědnost nadřízeného pracovníka nebo vlastníka procesu za to, že bude proveden 
v uvedeném termínu a bez chyb. 
C -  Consulted – tato variante neoznačuje žádný druh zodpovědnosti, naopak role se 
sice na výkonu činnosti podílí, ale nenese za ni zodpovědnost. 
I – Informed – role je informována o výsledku nějaké aktivity 
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[1 str. 28] 
 Hráč Organizátor 
Otevření webové stránky R  
Přihlášení R  
Registrace R  
Výběr turnaje R  
Přihlášení jednoho hráče R I 
Vytvoření týmu R I 
Přihlášení týmu R I 
Výzva k zaplacení I R 
Tabulka 2: RACI matice hlavního procesu. Zdroj: vlastní tvorba 
Kromě hlavních rolí organizátora a hráče, jsou v procesech přítomní ještě výše zmínění 
dobrovolníci. V některých případech je lze chápat jako pomocné organizátory nebo jedince, 
kteří zajišťují podporu při některých událostech procesu. V kontextu RACI matice by se jejich 
pozice špatně vystihovala. Z tohoto důvodu jim bude přidělena role „Support“, tak jak je 
definována v RASCI matici. [11] Problematikou těchto procesu se budu zabývat později. 
Zejména vzhledem k bezpečnostním rizikům při práci dalších lidí se systémem. 
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4.2.2 EPC diagram 
 
Obrázek 3: EPC diagram hlavního procesu. Zdroj: vlastní tvorba 
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4.2.3 Převažující povaha práce s informačním systémem 
Informační systém by měl oběma organizátorům ušetřit rutinní stále se opakující práci, 
která je zdržuje od vykonávání důležitých rozhodnutí a kreativní práce. 
Převažující povaha práce s informačním systémem spočívá v administrativních 
úkonech, které jsou nutné k tomu, aby se hráč zúčastnil turnaje nebo začal hrát v lize. Jedná se 
o registrování hráčů do systému, vyhledávání již registrovaných hráčů, kontrola věkových 
limitů pro hraní hry nebo účasti v kompetitivní soutěži, publikování novinek a vytváření a 
inzerování chystajících se událostí, kontrola kompletnosti týmů. Informování hráčů o naplnění 
limitu a blížícím se startu události.  
Složkou práce organizátora, která zabere velké množství času je informování hráčů 
v událostech, které jsou hrány, opakované připomínání potřeby odehrát zápas, aby nedošlo ke 
kontumační porážce. Události, které se odehrávají bez účasti hráčů na nějakém fyzickém místě, 
tedy jsou pouze on-line (prostřednictvím internetu) je rozděleno většinou po kratších časových 
intervalech, které stanovují, že je potřeba odehrát zápas s daným soupeřem. V opačném případě 
končí zápas remízou s nula body nebo reklamací jednoho z hráčů, že ten druhý nereagoval na 
výzvy k odehrání. Tato problematika je popsána blíže v kapitole o turnajových systémech. 
Upozorňování samo o sobě například šestnácti nebo třiceti dvou hráčů na nutnost odehrát je 
dost časově náročné a spotřebovaný čas se pak značně natahuje s každou reklamací, která se 
objeví.  
Hráči k systému přistupují spíše pasivně jako příjemci informací. Aktivitami, které 
vyvíjí je jednorázová registrace a přihlášení do každého jednotlivého turnaje nebo ligy. 
V případě, že se účastní týmové hry, tak vytváření a úprava týmu. 
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5  SOUČASNÝ STAV SYSTÉMU 
V této kapitole bude popsán současný stav informačního systému. Budou popsány 
hardwarové prostředky, které má organizace dostupné, využívané softwarové vybavení a 
služby, které jsou využívány. Do tohoto širšího popisu informačního systému bude také zahrnut 
„peopleware“ a „orgware“, čili lidé a procesy, kteří jsou součástí informačního systému v jeho 
širokém slova smyslu (viz kapitola Informační systém) a další oblasti popsané v kapitole 
3.1 HOS8. Celý popis IS bude zasezen do kontextu jeho použití ve firemních procesech. 
5.1 HARDWARE  
Organizátoři turnajů pracují na přenosných počítačích s následujícími specifikacemi. 
  Notebook 1  Notebook 2 
Výrobce Dell, Inc. Dell, Inc. 
Označení Vostro 3450 Inspiron Q17R 
Procesor Intel Core i5 (2nd Gen) Intel Core i7 2670QM 
Frekvence procesoru 2,4 GHz 3,1 GHz 
Počet jader 2 2 
Architektura  64bit 64bit 
RAM technologie DDR3 SDRAM DDR3 SDRAM 
Velikost RAM 4GB 8 GB 
Technologie pevného disku HDD 7200rpm HDD 5400rpm, SSD 
Velikost pevného disku 500 GB 640 GB, 128 GB 
Grafická karta AMD Radeon HD 6630M Nvidia GeForce GT 525M 
Rozlišení displeje 1366x768 (HD) 1600x900 (HD) 
Velikost displeje 14,1'' 17,3'' 
Provedení displeje Širokoúhlý, matný Širokoúhlý, lesklý 
Tabulka 3: Konfigurace přenosných počítačů. Zdroj: vlastní tvorba 
Webová prezentace organizace běží na serveru s následujícími specifikacemi. 
Výpočetní jednotka serveru Dell: 
 
Tabulka 4: Výpočetní jednotka serveru. Zdroj: vlastní tvorba 
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Operační paměť serveru: 
 
Tabulka 5: Operační paměť serveru. Zdroj: vlastní tvorba 
Pevné disky a jejich vytížení: 
 
Tabulka 6: Pevné disky serveru. Zdroj: vlastní tvorba 
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5.2 SOFTWARE A DATAWARE 
U softwaru je patrná nejednotnost používání. Uživatelé často využívají alternativní 
produkty dle svého subjektivního výběru. To je již na první pohled patrná mezera co se týče 
oblasti HOS8 orgware, která bude probrána níže. Společně však všichni pracují v operačním 
systému Windows verzí 7 až 10. Některý z těchto systémů je u pracovníků vyžadován, protože 
pouze k těmto existuje podpora. Na vlastní nebezpečí však mohou dobrovolníci pracovat i 
v jiných systémech. Což je možné, protože téměř celý informační systém je dostupný přes 
webové rozhraní a netrpí proto problémem kompatibility s operačním systémem. 
Uceleným prvkem systému je také používání jednotných e-mailových adres, které se 
skládají z přezdívky (uživatelského jména) organizátora nebo dobrovolníka a stejné domény. 
Server, který tyto schránky poskytuje, však nemá příjemné uživatelské rozhraní, a tak si všichni 
nechávají zprávy přeposílat do svých osobních schránek. Organizátoři používají schránku 
gmail, kde mají nastaveno automatické označování zpráv přeposlaných ze serveru pomocí 
funkcionality štítků, které se dají přiřadit zprávám, které odpovídají kritériím, které jsou 
nastaveny v nějakém filtru. Jednomu e-mailu za pomocí jednoho filtru lze nastavit pouze jeden 
štítek. Tímto způsobem vzniká značné množství filtrů, které přiřazují štítky. Například první 
filtr přiřadí zprávě štítek, který říká, že se jedná o zprávu přeposlanou ze serveru. Další filtr ji 
pak označí jako zprávu patřící k nějakému turnaji podle textu nalezeném v poli předmět. 
Další částečně ucelenou částí je datové úložiště. Informace o hráčích, turnajích a ligách 
se uchovávají v cloudu. Používá se úložiště Google Drive spojené s účty Google, tedy těmi 
stejnými, které organizátoři využívají pro e-mailové schránky. Do tohoto úložiště se 
organizátoři i dobrovolnicí přihlašují pomocí svých soukromých účtů. Většina dat je 
uchovávána v souborech typu tabulkových editorů. 
V rámci služeb poskytovaných na Google Drive mají všichni k dispozici základní 
tabulkový editor Google Sheets. Někteří dobrovolníci si soubory ukládají na své soukromé 
počítače a editují je v jiných tabulkových editorech, jako je Microsoft Excel nebo OpenOffice 
Calc. 
5.2.1 Propagace 
Pro propagaci svých aktivit a zveřejňování obsahu využívá organizace dva hlavní 
kanály. Jedná se o webovou stránku a veřejnou skupinu na sociální síti Facebook. Každá 
z těchto dvou je určená pro odlišná sdělení. 
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Skupina na síti Facebook slouží především k upomínání blížících se událostí a novinek. 
Většina sdělení pak odkazuje na podrobnější informace na webové stránce. (Nevýhodou je, že 
členové skupiny mohou mít v nastavení zvoleno „neodebírat upozornění o nových 
příspěvcích“, další nevýhoda je špatná orientace v historii příspěvků.) 
Webová stránka obsahuje podrobné informace o jednotlivých turnajích, ligách 
a pořádaných událostech. Má vlastní doménu druhého řádu. Aktuality jsou seřazeny 
chronologicky, nejstarší se ukládají do archivu. Jak v aktualitách, tak archivu lze vyhledávat 
podle názvu aktuality, uvnitř textu aktuality a podle štítků (název hry, typ, druh události,…).    
Pokud hráči souhlasí nebo si vyžádají novinky na e-mail, jsou jim zasílány hromadné 
zprávy o vyhlášení nových akcí. 
5.2.2 Organizování turnajů a lig 
Při organizování nového turnaje nebo ligy založí organizátor novou složku na Google 
Drive a přizve do ní dobrovolníky, kteří budou spolupracovat. Připraví filtr pro daný turnaj a 
rozešle spolupracovníkům, jaké štítky se budou používat. Na webové stránce vytvoří novou 
aktualitu, kde vepíše informace o akci a instrukce k přihlašování, a zveřejní ji. Do kanálů na síti 
Facebook sdílí odkaz na aktualitu. 
Přihlašování na akci se provádí pomocí e-mailu. Potenciální hráči pošlou zprávu 
na univerzální adresu prihlasky@domena.cz a do předmětu uvedou text, který byl v pokynech 
turnaje, například „HS turnaj zacatecnici“. E-mail, ze kterého přišla přihlašovací zpráva, se dále 
používá jako hlavní komunikační kanál s hráčem. Organizátor nebo pomocník vloží informace 
z příchozího e-mailu do souboru, kde budou evidováni přihlášení hráči v daném adresáři 
konkrétní akce. Také jej vloží do souhrnného seznamu všech hráčů. Zde musí zkontrolovat 
pomocí filtru nad sloupcem „e-mail address“, zda se jedná o nového hráče, aby nevytvářel 
duplicity. Po té pošle hráči potvrzovací mail a zeptá se, jestli souhlasí se zasíláním informací 
o nových akcích. Pro tento mail je vytvořená univerzální šablona, do které se doplní pouze 
název akce, na kterou byl úspěšně přihlášen. 
Při naplnění kapacity turnaje musí co nejrychleji změnit informaci v aktualitě, aby bylo 
jasné, že se lze přihlašovat pouze jako náhradník. A co nejrychleji e-mailem informovat 
spolupracovníky o tom, aby nepotvrzovali žádné další přihlášky. Obdobný proces proběhne při 
naplnění počtu náhradníků. 
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5.2.3 Plánování zápasů 
Plánování zápasů začíná po uzavření registrací, někdy probíhá ve více kolech. 
Ve sdílené složce připraví odpovědná osoba tabulky, do kterých se vepíší jednotliví hráči, a tím 
se stanoví jejich zápasy. Těmto hráčům pak organizátor nebo dobrovolník rozešle e-maily podle 
šablony, do které doplní časové údaje a jména protihráčů. 
Náhodnost dvojic a pořadí zaručuje malá konzolová aplikace na generování 
pseudonáhodné sekvence čísel dané délky. 
Po odehrání zápasů od hráčů přicházejí zprávy s výsledky, které se třídí podle předmětu 
a dostávají štítky, a organizátoři vyplňují tabulky výsledků a eventuálně řeší stížnosti nebo 
neshody. Na sdílené úložiště také ukládají snímky obrazovek dokládající výsledek zápasu. Tyto 
snímky musí být řádně pojmenovány, aby šlo dohledat, ke kterému zápasu patří. V případě 
turnajů, kde jsou organizátoři a hráči na jednom místě, vypisují tabulky přímo po odehrání 
zápasů. 
5.2.4 Videozáznamy a živé přenosy 
Ze zápasů, které jsou na fyzických setkáních, se pořizují záznamy her. Často 
i s komentátorem a publikem. Co se týče hardwaru, v tomto případě organizátoři často spoléhají 
na audiovizuální vybavení prostor, ve kterých se událost pořádá. V nejhorším případě se 
uchylují k softwarovému řešení, a to je snímání hry přímo z počítače, na kterém hráči hrají. 
K tomuto účelu je používán Open Broadcaster Software (dále jen OBS) [21]. Jedná se o volně 
šiřitelný software s otevřeným kódem. OBS musí být nainstalován na počítači. V rozšířené 
verzi „OBS Studio“ je dostupný pro všechny tři platformy. Do současné doby však byla 
využívána pouze instalace „Clasic“ pro operační systém Windows verze 7,8 a 10 a bez 
dodatečných doinstalovaných doplňků. Tato verze umožňuje vytváření záznamu a nastavení 
přímého vysílání na veřejných kanálech, například internetové televizi Twitch.tv. 
OBS jako program pro vysílání typu broadcast musí mimo jiné provádět kódování 
(encoding) videa. To je samo osobě operace s velkou náročností na výkon CPU. V OBS je 
konkrétně používána jedna z posledních otevřených knihoven: x264 [23]. Tvůrci programu 
však přesné funkční požadavky (ČSN EN 61508-310) na svých stránkách neuvádějí i přes to, že 
                                                 
10 Norma existující v anglickém jazyce. V češtině možno použít zpracovaný výtah s vysvětlením pojmu 
funkční požadavky, viz [22] 
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výkon je stále často diskutovanou otázkou. Poskytují jakousi kalkulačku doporučeného 
nastavení, které se vypočítává dle velmi obecných hardwarových vlastností počítače, typu 
videa, které bude zpracováváno, a kvality připojení k internetu. Například pro počítač Dell 
Vostro uvedený v kapitole 5.1 Hardware s internetovým připojením 120/20Mbps bude 
doporučeno následující: 
    CPU Advice  
 Set FPS to 30 
 Consider setting FPS to 60 if you have spare CPU power for improved quality 
 
    Game Advice 
 A bitrate around 2000-3000 is sufficient for RTS and other low motion games 
 Use game capture if possible for maximum performance. 
 Use window capture with Aero enabled if game capture is unavailable. 
 
    Network Advice 
 Your upload speed is sufficient for 720p / 1080p 
 Enable CFR for compatibility with streaming services 
 Enable CBR for improved stream stability 
 Recommended max bitrate: 3000 
 Recommended buffer size: 3000 
 
Empiricky bylo zjištěno, že na tomto počítači jdou vysílat tahové hry (tedy o jednu 
kategorii pomalejší než RTS). V případě RTS dochází na tomto stroji k problémům, i když CPU 
není plně vytíženo. Asi po dvaceti minutách dochází k problémům s přehříváním. Druhý 
počítač Dell Inspiron zvládá i vysílání RTS her za cenu snížení detailů hry a občasné 
neplynulosti. Z těchto důvodů se z těchto počítačů vysílá pouze při hře puštěné v režimu 
pozorovatele (spectator mode), který je výrazně méně náročný a dovoluje vyšší detaily hry. 
U her, které tuto možnost podporují, je v módu pozorovatele využit takzvaný turnajový mód, 
kdy pozorovatel vidí současně nebo střídavě hru z pohledu obou hrajících stran. 
Záznamy jsou ukládány na místní disky počítačů a poté nahrávány na kanál televize 
Twitch.tv a Youtube.com. Tři měsíce po ukončení turnaje jsou smazány z pevného úložiště, 
kvůli ušetření místa. 
5.2.5 Zálohování dat 
Uživatelské počítače nepodléhají procesu zálohování. Soubory uložené na Google disku 
jsou zálohovány na duplicitní účet. Nejzajímavější je zálohování serveru, který má zavedeno 
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zálohování typu RAID 1 čili zrcadlení, takže stejný obraz dat existuje zároveň na druhém 
totožně velkém disku. Dále ze serveru, který se nachází Brně, existuje dlouhodobé zálohování 
na geograficky oddělené úložiště. 
5.3 PEOPLEWARE A ORGWARE 
Jak již bylo popsáno v kapitole Software a Dataware, v organizaci panuje značná 
nejednotnost. Organizátoři se snaží pracovat jednotně, ale nemají již čas na zaškolování 
dobrovolníků, a ti proto používají software, na který jsou zvyklí. V rámci politiky organizace 
jsou všichni uživatelé povinni dodržovat následující pravidla: 
 Ukládat soubory ve formátu „xlsx“, aby nedocházelo k problémům při jejich 
otevírání nebo ztrátě funkčnosti (vzorců, odkazů,…) 
 Ke komunikaci s hráči a uvnitř organizace využívat e-mail organizace 
 Striktně dodržovat domluvené texty v předmětech e-mailů, které slouží k jejich 
automatickému třídění 
 Nesmí dopustit únik osobních dat hráčů mimo organizaci ani je zneužít 
 Před začátkem práce zkontrolovat nové pokyny a zprávy od kolegů (např. konec 
přijímání registrací) 
Problematická je zejména komunikace mezi organizátory a dobrovolníky, kteří reagují 
na interní zprávy pomalu nebo pozdě. Kritické je to zejména v případech, kdy je potřeba 
zastavit registrace. Z tohoto důvodu je zatím snaha o to, aby jednu registraci měl na starost 
pouze jeden člověk. Což byl zatím funkční model, který selhal v momentě nečekaného výpadku 
dobrovolníka, který měl registraci na starost. I v takovém případě se však pořád stává, že se 
v datové bázi vyskytují opakující se nebo chybějící kontakty z důvodu lidské chyby. 
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6  ANALÝZA METODOU HOS 8 
Analýza metodou HOS 8 byla provedena za pomocí informačního systému Zefis. [24] 
Tento portál poskytuje možnost vyplnění dotazníku, na základě kterého se vyhodnocují úrovně 
jednotlivých oblastí HOS 8 a úroveň informační bezpečnosti organizace. Analýza zkoumaného 
systému byla provedena pomocí jednoho dotazníku, který vyplňovala autorka práce jakožto 
pracovník organizace ve spolupráci s dobrovolníky pracujícími se systémem a dodavatelem 
systému a se zohledněním údajů vyplývajících z dotazníku, který vyplňovali cíloví zákazníci 
organizace. 
6.1 ÚROVEŇ ČÁSTÍ SYSTÉMU 
Hodnocení jednotlivých částí systému jsou dobře zřetelné z následujícího grafu, kde 
jsou vyneseny na osmi osách. Ve středu grafu je úroveň nejhorší a na vnějším okraji úroveň 
nejvyšší.
 
Obrázek 4: Úroveň částí systému. Zdroj: exportováno z výsledků systému Zefis 
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6.1.1 Management IS 
Je zde zřetelné, že velmi dobře je hodnocen management IS v organizaci. Organizátoři 
si velmi dobře uvědomují, že informační systém je pro jejich firmu klíčový. Vzhledem k oblasti, 
ve které působí, a typické cílové skupině projektu jsou přesvědčeni o tom, že je potřeba, aby 
jejich systém byl aktuální, praktický a poskytoval rychlé a přesné odezvy pro náročné uživatele. 
Z těchto důvodů jsou nakloněni inovacím informačního systému a jeho případným změnám. 
Průběžné rozšiřování systému na základě uživatelských požadavků považují za samozřejmost. 
Management má velmi otevřený přístup také ke zkoušení nového hotového softwaru, 
kdy podporuje pracovníky, aby své zkušenosti a objevy sdíleli jak s nimi, tak s ostatními. 
Nebojí se využívat i otevřená řešení a jsou nadšení pro novinky ze světa informačních systémů. 
Otevřeně přijímají návrhy od pracovníků na změny v používání systému. 
Slabinami managementu je malá důslednost v kontrole dodržování procesů 
a bezpečnostních opatření v organizaci. Toto se projevilo na hodnocení oblasti orgware. 
Negativním jevem, který ovlivňuje jak nedůslednost, tak mnoho dalších oblastí, je časové 
vytížení managementu provozními záležitostmi, organizováním pracovníků a rutinní 
komunikací. Z těchto důvodů se také zdržuje jinak dobrá komunikace s dodavatelem na míru 
připraveného webu, který má potenciál být rozšířen. 
Potenciální rozšíření není zatím ani koncepčně navrženo. Neexistuje ucelená informační 
strategie, která by vycházela ze strategie organizace. Doposud se jednalo spíše o ad hoc úpravy, 
kdy se systém vyvíjel agilní metodologií. Komunikace mezi managementem a dodavatelem 
byla velmi pružná a dobrá. Management je s dodavatelem spokojen. 
6.1.2 Orgware 
Hodnocení této oblasti je na úrovni 3 – tedy spíše dobré. Pozitiva v této oblasti 
v organizaci jsou rozhodně jasně dané postupy, jak zacházet s daty a příchozími a odchozími 
informacemi, a se kterými součástmi systému má pracovník pro vykonání svěřené práce 
operovat. Tyto pokyny jsou vždy velmi aktuální a management dbá na to, aby všichni 
pracovníci byli co nejlépe a co nejrychleji informováni o jakýchkoli změnách. Negativní vliv 
na toto hodnocení měla rozhodně nedostatečná důslednost managementu v kontrole dodržování 
předpisů a postupů, zmíněná výše (Management IS). 
Nejednotný v organizaci je také způsob, kterým se pořádají jednotlivé akce, zejména 
typy turnajů a lig. To také způsobuje zmatek v pracovních postupech, například v situaci, kdy 
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někdy po prohraném kole je potřeba hráče vyřadit a jindy pokračují do žebříčku poražených 
a podobně. Ze současného pozorování není zcela jasné, jestli tato rozličnost v turnajových a 
ligových turnajích má nějaké významné odůvodnění, kvůli kterému by nemohla být sjednocena 
a popsána standardními procesy. 
6.1.3 Peopleware 
Oblast zahrnující pracovníky organizace vyšla z hodnocení také v úrovni 3 – spíše 
dobrá. Pracovníci i z řad dobrovolníků jsou všichni počítačově gramotní. Mnoho z nich 
vykazuje nadprůměrné uživatelské schopnosti v práci s počítači a informačními systémy. 
V nezanedbatelné části se jedná o studenty s alespoň částečným zaměřením na oblast IT. 
Částečně i z tohoto důvodu neprobíhají pravidelná školení o IS a jeho bezpečnosti, ale pouze 
vstupní proškolení, což je jeden z faktorů, které snižují hodnocení této oblasti. Nicméně předání 
instrukcí k jednotlivé práci a jejich pochopení pracovníkem je bráno velmi seriózně. Pracovníci 
také mají díky malé velikosti organizace možnost se kdykoli v případě potíží blíže zeptat 
vedoucího pracovníka (organizátora) na detaily, případně si nechat poradit při problémech. 
V případě problémů s webovou stránkou se mohou obrátit přímo na dodavatele. V obou 
případech dostanou odpověď nejpozději do jednoho dne, většinou mnohem rychleji. Což je pro 
hodnocení této oblasti také pozitivní. Negativní vliv zde má ale to, že ne všechny součásti IS 
jsou od jednoho dodavatele (např.: SW používaný dobrovolníky dle jejich vlastní volby, anebo 
produkty společnosti Google). Dobrovolníci se jen zřídka obracejí na oficiální podporu těchto 
produktů, většinou vyhledávají podporu uvnitř organizace, kde se dočkají vstřícného přístupu, 
ale ne vždy je možné jejich problém jednoduše vyřešit. 
6.1.4 Dataware 
I tato oblast je ohodnocena úrovní 3 – spíše dobré. V organizaci je zodpovědně řešeno 
rozdělování přístupu pouze k datům, která pracovníci potřebují k danému úkolu (například 
organizace jednoho turnaje), a následné odebírání práv po ukončení. Nedostatečná je zde 
kontrola, zda si pracovníci neponechávají kopie datových souborů na svých lokálních discích 
i po době, která je nezbytně nutná k vykonávání úkolu. 
Všichni pracovníci jsou však poučeni o ochraně osobních údajů zákazníků a při dohodě 
o spolupráci se zavazují je dodržovat. 
Zálohování dat probíhá na dvou rozdílných úrovních. Na serveru, který hostuje 
webovou stránku, probíhá ukládání stavu webu (aktualit, textů,…) pravidelně 1x denně. Sdílené 
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soubory na Google disku jsou také zálohovány na externí pevný disk, kde jsou po delších 
časových úsecích (například dva týdny) zálohovány především data o uživatelích. Soubory, 
na kterých se průběžně pracuje, jsou zálohovány opět na Google disk, ale pod jiným účtem, 
dedikovaným pouze pro zálohování. Tyto zálohy provádí organizátor po každém větším vložení 
dat, například po dohraném kole ligy. Neexistují však žádné pevné plány nebo předpisy pro 
zálohování nebo obnovu ztracených dat. 
6.1.5 Software 
Samotný používaný software je také hodnocen stupněm 3 – spíše dobrý. Pracovníci 
organizace ani management si neuvědomuje žádné činnosti, které by nebyly možné kvůli 
nedostatkům SW vykonávat. Problémy však jsou vidět zejména v rychlosti zpracování 
požadavků ze strany koncových uživatelů. Zde je celá funkčnost velice závislá na lidském 
faktoru a informační technologie využívá jako podpůrné prostředky pouze okrajově. Po bližším 
prostudovaní je zřejmé, že v softwaru chybí funkce jako automatické kontroly sledování 
procesů, které jsou prováděny manuálně managementem, a to jen zřídka, spíše namátkově, 
protože na ně nezbývá čas. Na manuální úrovni také zůstává integrace jednotlivých částí IS 
(web, plánování turnajů, evidence hráčů, sociální sítě,…). 
Stejně jako management, i pracovníci pociťují nedostatek v tom, že mnoho operací 
musejí provádět ručně i v případech, kde by zcela samozřejmě očekávali podporu strojového 
zpracování. Pracovníci jsou zahlceni rutinou hledání informací v e-mailech, přepisování těchto 
informací do datových souborů a dokonce přepisováním informací mezi jednotlivými částmi 
systému a odesílání odpovědí na e-maily, které jsou téměř vždy stejné. 
Výhodou téměř všech složek informačního systému je to, že jsou nové, nebo alespoň 
stále aktualizované. To u převážné většiny pracovníků dopomáhá k lepší orientaci v systémech 
vzhledem k převažující povaze myšlení dobrovolníků, kteří jsou zvyklí na dynamické a stále se 
vyvíjející informační systémy a hledání a využívání novinek v nich a nejsou zvyklí 
na těžkopádné, zastaralé aplikace. Ze strany managementu jsou také vybírány a doporučovány 
existující systémy s dobře navrženým a propracovaným uživatelským rozhraním, kde je bráno 
v potaz také UX. A také to, aby všechny používané aplikace a služby byly nejen kompatibilní 
technicky, ale také aby byly sladěny způsoby použití a rozložení jejich uživatelského rozhraní. 
I v datových souborech pro správu dat o hráčích a pořádaných akcích (zejména pak 
v části pro organizování zápasů v turnaji nebo lize), připravili organizátoři přehledné tabulky 
s jednotným významem barevného zvýraznění a jiného formátování. Použity byly také další 
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funkce, jako automatické vypsání soupeřů do přehledné tabulky a podobně. Toto nastavení se 
kopíruje pro všechny další akce. 
Chybová hlášení jsou slabší stránkou systému. V mnoha místech úplně chybí a kontrola 
je ponechána pouze na pracovníkovi, nebo se jedná o chybové hlášení hotového balíkového 
softwaru třetí strany, která nejsou vždy zřejmá nebo dokonce v kontextu používání IS pro 
organizování turnajů nedávají smysl. 
6.1.6 Dodavatelé 
Při hodnocení metodou HOS8 je doporučeno se zaměřit pouze na jeden informační 
systém, i když je jich v organizaci používáno více. V studovaném případě je důležité toto 
rozlišit zejména v oblasti dodavatelů. Proto do hodnocení metodou HOS8 byl zahrnut pouze 
dodavatel na míru uděleného webového systému. S tímto dodavatelem je organizace 
v kontaktu. U ostatních částí systému se jedná o balíkový software nebo otevřené služby, 
u kterých nemá organizace smluvené podmínky podpory. 
Ani s dodavatelem webového systému nemá organizace podepsané SLA11 ani OLA12, 
tak jak je specifikuje metodika ITIL. Jsou připravovány jednorázové objednávky nových 
funkčností nebo úprav a podepisováno jejich převzetí po kontrole správnosti a funkčnosti. 
S dodavatelem je podepsána dohoda o poskytování technické podpory v rozsahu 10 hodin 
měsíčně, která však není tak podrobná jako klasické SLA. Tento obsah se často přečerpá, 
protože dodavatel poskytuje i obecné rady ohledně ostatního SW v organizaci. 
Zatím nenastal výraznější problém nebo neshody ohledně kvality služeb, reklamací 
později zjištěných chyb nebo stížnosti na úroveň poskytované podpory. Dodavatel je drobný 
živnostník a zakládá si na dobrých vztazích se zákazníky, svém dobrém jméně a osobních 
referencích. Je otevřený novým rozšířením i změnám ve stávající funkčnosti v systému, který 
pro organizaci připravil. V případě, že sám vylepší některou standardní část systému, kterou 
využívá více jeho zákazníku, nabízí ji organizaci často bezplatně nebo za zlomkovou cenu. 
Veškerá komunikace s dodavatelem probíhá prostřednictvím e-mailu. Existuje dohoda, že 
všechny požadavky na dodavatele musejí pracovníci zasílat v kopii na někoho z managementu. 
                                                 
11 Service Level Agreement, česky dohoda o úrovni poskytovaných služeb 
12 Operation Level Agreement, česky dohoda o úrovni provozních služeb [1] 
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Management registruje pouze několik jednotlivých stížností ze strany pracovníků – že 
se jim nedostalo potřebných informací nebo oprav ze strany dodavatele, a to zejména 
v nestandardních pracovních hodinách nebo o víkendech. Ze strany managementu se pomalu 
začíná tvořit požadavek na rychlejší zpracovávání nových požadavků zejména v souvislosti se 
zamýšleným větším rozšířením systému na webu. Novou funkčnost je potřeba implementovat 
v mezičasech mezi velkými organizovanými událostmi, a to se často nestíhá a funkčnost je 
nasazena až po několika uplynulých událostech. To dle managementu nedělá dobrý dojem 
na koncové uživatele. V tomto směru považuje management za nutnost proces zrychlit. Změnu 
dodavatele však nyní nezvažují. 
Vzhledem k zaměření pouze na jednoho dodavatele musí být brány v úvahu potenciálně 
horší podmínky u ostatního používaného SW. Proto bude potřeba této oblasti věnovat více 
pozornosti při vyhodnocení a návrhu změn, než by hodnocení „spíše dobré“ prvotně 
napovídalo. 
6.1.7 Zákazníci 
Oblast zákazníků, koncových uživatelů systému, vyšla z hodnocení metodou HOS 8 
na úroveň 2: spíše špatná. Pro koncové uživatele neexistují žádné manuály k použití ani postupy 
či nápověda, které by platily pro systém obecně. Uživatelé jsou jednorázově informováni 
a instruováni o akcích, které je třeba provést z jejich strany. Pozitivní aspekt na daném stavu je 
to, že dostávají jakýsi individuální přístup, protože jejich interakce není zpracovávána plně 
automaticky, ale vždy dostávají reakci od některého pracovníka organizace. Průběžné 
informování o průběhu akce probíhá také pouze nárazově. 
I na cílových zákaznících se projevuje nejednotnost turnajových systémů, systémů lig, 
způsobů hodnocení a rozsuzování shody nebo v případech nejasného či podvodného chování. 
Jediné vodítko, které zde pro hráče existuje, jsou odkazy na externí zdroje popisující 
používanou terminologii ohledně systémů turnajů a lig, což nebudí dojem důvěry a jasnosti. 
Slabinu v této oblasti si management již teď uvědomuje, i když zřejmě ne v plném 
rozsahu záležitosti. V současném stavu se dobré vztahy a obraz organizace v očích koncových 
uživatelů snaží zlepšovat zejména na sociálních sítích a přidělením více dobrovolníků 
na komunikaci s hráči. V této komunikaci se však odráží firemní kultura, zejména v oblasti, 
kdy jsou pracovníci zvyklí na poměrně striktní pravidla korespondence a některé zprávy se jím 
„ztrácejí“, nebo komunikaci jinak zanedbávají či upřednostňují jiné záležitosti, které jsou pro 
ně jasnější a jednodušší. V případě větších komplikací se několikrát přihodilo, že pracovníci 
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neměli časové kapacity včasně reagovat na všechny požadavky hráčů. Zpětnou vazbu ohledně 
zákaznického přístupu k IS získávají organizátoři spíše neformálně při fyzických střetnutích 
nebo konverzacích během turnajů. Z těchto si pak utvořili značné množství nejasných návrhů 
na změny. 
 Na straně zákazníků se také projevuje jistá hrozba pro systém, a to je nezodpovědnost 
hráčů on-line. Ti komplikují organizaci turnajů a lig tím, že nekomunikují a bez výčitek 
a oznámení odstupují z turnajů, neodehrávají své zápasy ve stanoveném čase anebo dokonce 
cíleně škodí. Toto chování značně podporuje internetová anonymita a malé možnosti 
na takovéto chování reagovat ze strany organizátorů. Problém se částečně zhoršuje i s tím, že 
zájemci o hraní jsou stále mladší a některá rozhodnutí nemohou dělat za sebe, ale jde 
o rozhodnutí jejich zákonných zástupců. 
6.1.8 Hardware 
Oblast hardware byla ohodnocena také stupněm 2 jako spíše špatná. Subjektivně 
hodnotím tuto oblast jako suverénně nejslabší v celém systému. Koncové přenosné počítače 
byly vyrobeny před více než pěti lety. Poslední aktualizace hardwaru byly provedeny před 
dvěma lety, šlo o zvýšení RAM o 2GB u obou počítačů. U počítače Dell Inspiron došlo loni k 
pořízení SSD disku, který je instalován místo CD mechaniky souběžně s původním HDD a je 
používán zejména pro operační systém. Jeho kapacita neumožnuje instalovat na tento rychlejší 
disk veškeré potřebné aplikace. Server, na kterém je provozován web, nebyl nijak vylepšován 
po své výkonnostní stránce v posledních třech letech.  
Jak u počítačů, tak u serveru je znatelné, že při vyšší zátěži nezvládají vyřizovat 
požadavky v požadovaném čase. Server je na tom o něco lépe, snížený výkon z pohledu 
koncového zákazníka není znatelný, ale ze statistik vytížení prostředků serveru je patrné, že při 
vyhlášení nové akce a jejího zveřejnění na sociálních sítích dochází ke krátkodobému náporu 
požadavků na server, který jej vytěžuje téměř hraničně. Vzhledem k rozrůstající se komunitě 
hráčů může být tento mezní stav brzy překonán. U přenosných počítačů je zcela zřejmé, že 
nesplňují ani minimální požadavky některých provozovaných her, natožpak zvýšení nároků 
na výkon při spuštění SW na zpracování videa a živé vysílání nebo ukládání zápasu do 
záznamu. Tento HW byl bohužel v organizaci k dispozici ještě předtím, než se rozhodovalo, 
jaký SW se bude používat. 
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Obrázek 5: Vytížení operační paměti serveru. Zdroj: vlastní tvorba 
V organizaci momentálně jako jediné záložní technické vybavení existuje jeden 
přenosný počítač, jehož stáří je 7 let a z činností potřebných k vykonávání práce umožňuje 
pouze tu, která probíhá přes internetový prohlížeč. Umožňuje práci s e-maily a datovou bází a 
organizačními dokumenty uloženými na Google disku. Používaný HW zatím vykazuje jediný 
druh poruchy, a to je přehřívání přenosného počítače v případě velkého vytížení. Je známo, jaké 
činnosti a po jaké době tento problém způsobují. 
Připojení k internetu je značně nespolehlivé, zejména z důvodu, že většina pracovníků 
provádí svou práci z domu, případně při pořádání reálných akcích jsou připojeni na tamní síť, 
kterou dostanou k dispozici od podniku nebo organizace spolupracující na akci. S připojením 
většinou nejsou velké problémy, protože většina akcí i práce se odehrává ve velkých městech, 
kde je pokrytí na vyšší úrovni. V případě pořádání akce v nějakém restauračním zařízení se 
stává, že připojení (zejména upload) není natolik silné, aby umožňovalo živé přenosy zápasů. 
Organizace nemá momentálně žádné řešení pro stabilní a spolehlivé připojení k internetu 
i mimo zázemí organizátorské kanceláře. 
Přenosné počítače jsou jen velmi málo chráněny proti krádeži nebo poškození a proti 
zneužití dat jsou chráněny pouze standardním uživatelským heslem. Server je naopak umístěn 
v budově zabezpečené kamerovým bezpečnostním systémem s pohybovými senzory a je dobře 
chráněn i proti živelným katastrofám. K serveru přísluší také jednotka UPS13 a záložní agregát. 
Server je zálohován na geologicky oddělené úložiště. Na serveru jsou zapojeny dva disky 
v RAID 1 (zrcadlení). 
6.2 CELKOVÁ ÚROVEŇ SYSTÉMU 
Na následujícím grafu je vidět červenou barvou vyznačená celková úroveň systému. 
Na škále 1 až 4 odpovídá hodnocení 2, což znamená „spíše špatná“. Celková úroveň systému 
je (jak již bylo zmíněno výše) určena oblastmi s nejnižší úrovní. V tomto případě výsledné 
                                                 
13 Zdroj nepřerušovaného napájení 
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hodnocení způsobují oblasti „hardware“ a „zákazníci“ se svým hodnocením „spíše špatné“. I 
přes dobré výsledky v jiných oblastech je tedy systém považován za spíše špatný. 
6.3 DOPORUČENÁ ÚROVEŇ SYSTÉMU 
Protože je systém pro organizaci klíčový, a to jak pro její vnitřní funkčnost, tak pro 
interakci s cílovými zákazníky, je zřejmé, že jeho úroveň tomu musí odpovídat. Obdobné 
tvrzení je také jedním z výstupů šetření metodou HOS8: „Pokud jste uvedli, že informační 
systém je pro činnost Vaší firmy nezbytně nutný, pak doporučená úroveň systému je 4 – dobrý.“ 
Znázornění doporučené úrovně systému a stávající úrovně je zobrazeno na následujícím grafu. 
Stávající úroveň je vyznačena červeným osmiúhelníkem a doporučená úroveň výrazně 
červenou linkou.  
Obrázek 6: Celková úroveň systému. Zdroj: exportováno z výsledků systému Zefis 
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Obrázek 7: Doporučená úroveň systému. Zdroj: exportováno z výsledků systému Zefis 
6.4 INFORMAČNÍ BEZPEČNOST 
Dalším výstupem z hodnocení metodou HOS8 je hodnocení informační bezpečnosti. 
Bezpečnostní úroveň popisovaného systému je na úrovni 2 – spíše špatná, což je úroveň 
odpovídající celkové úrovni systému. 
Informační bezpečnost bývá často zanedbávaným prvkem u informačních systémů 
obecně. Pokud organizace nebo firma není výslovně vázána nějakými normami nebo 
bezpečnostními předpisy, nebývá vyšší bezpečnost většinou implementována nad rámec 
obecného povědomí o bezpečnosti běžného uživatele informačních systémů. Na následujícím 
grafu je znázorněna modrou linkou úroveň bezpečnosti hodnoceného systému a zeleným 
osmiúhelníkem celková úroveň systému, které sobě odpovídají. Tmavě zelenou linkou je 
znázorněna průměrná bezpečnostní úroveň ostatních firem, které vyplnili své dotazníky 
v systému Zefis (cca 1000 firem). 
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Obrázek 8: Informační bezpečnost. Zdroj: exportováno z výsledků systému Zefis 
Spíše špatné hodnocení informační bezpečnosti je podobně jako v ostatních oblastech, 
které byly hodnoceny, způsobeno neucelenou představou celkově o informačním systému. 
V organizaci neexistuje žádná daná strategie nebo podrobnější předpisy pro informační 
bezpečnost. Používaný software naštěstí nativně implementuje některé zásady bezpečnosti, 
jako jsou šifrované přenosy a ukládání dat, vymáhání uživatelských hesel bezpečné úrovně a 
řízení přístupu k datům. Webový systém je chráněn proti útokům typu „SQL injection“ a 
dolování dat z databáze. Není však chráněn proti útoku typu „DoS“ (Denial of Service). Pro 
tento případ je implementována pouze strategie automatického zotavení po havárii systému. 
V jiných částech IS zotavení není automatizováno a neexistuje ani oficiální postup, jak 
v takovém případě postupovat. 
Organizace nepodléhá žádným normám a její management si neuvědomuje existenci 
žádných předpisů nebo směrnic, kterými by se v oblasti informační bezpečnosti měl řídit, 
kromě ochrany osobních údajů uživatelů. 
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Organizátoři jsou poměrně dobře informováni o základech bezpečnosti informačních 
systémů a uvědomují si značné množství hrozeb, které jsou relevantní k jejich systému. Zatím 
však nevytvořili žádná opaření proti většině těchto hrozeb. V současné době se snaží dbát 
na obecné povědomí o základních bezpečnostních návycích všech dobrovolníků, kteří se 
systémem pracují. Ti bývají před začátkem vykonávání práce poučeni o problematice 
bezpečnosti uživatelských hesel. Jsou upozorněni, že musí dbát zvýšené pozornosti, aby se 
nezapomínali odhlašovat z účtů na cizích počítačích a svůj osobní HW nenechávali nikde, kde 
o něm nemají přehled nebo nemají záruku, že se k němu nikdo nepokusí přistoupit nebo jej 
zcizit. Dobrovolníci jsou také poučeni o velkém významu ochrany osobních údajů hráčů a 
o tom, že mohou být vyzrazeny třeba i tak, že jim bude někdo v kavárně koukat přes rameno. 
Dodržování těchto zásad, na které jsou proškoleni, však není nijak ověřováno, kromě 
náhodné kontroly, jestli jsou počítače volně ležící na akci odhlášené, a podobně. Školení 
u většiny pracovníků proběhne pouze při zaučování. Politika hesel v podstatě neexistuje, 
protože kromě přístupu do webového systému se jedná o osobní účty pracovníků, které již byly 
vytvořeny před začátkem práce v organizaci. Pravidelně je měněno heslo do sociálních sítí a 
na zálohovací účet Google disk, které nejsou soukromého charakteru, ale slouží pro potřeby 
organizace jako celku. Hesla jsou měněna zhruba co půl roku. 
6.5 SWOT ANALÝZA 
Jelikož je z předchozího textu zřejmé, že organizaci chybí jasně stanovená bezpečnostní 
politika i politika informačního systému, bude v této kapitole práce provedena SWOT, která je 
vhodným podkladem pro tvorbu takové politiky, případně informační strategie. 
Silné stránky: 
 Otevřený a inovátorský přístup managementu k informačnímu systém 
 Vysoká informační gramotnost pracovníků 
 Velké pracovní nasazení a entuziasmus pracovníků 
 Nízké režijní náklady 
Slabé stránky 
 Zastaralý hardware 
 Přetížení pracovníků rutinní prací s daty a komunikací 
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 Nejednotnost a složitost procesů, které se týkají koncových zákazníků 
 Chyby při manuální práci s daty 
 Neprovádění kontrol dodržování bezpečnostních předpisů 
Příležitosti 
 Stále se zvyšující zájem o e-sport 
 Zvyšující se podpora turnajů a souvisejících záležitostí ze strany vydavatelů her 
(turnajové módy, pozorovatelské módy,…) 
 Vznik prostor dedikovaných k týmovému hraní her (herní kavárny, kluby, 
herny,…) 
Hrozby 
 Napadení systému při používání soukromých počítačů, osobních účtů a 
veřejných nezabezpečených sítí Wi-Fi 
 Nezodpovědnost on-line hráčů (kvůli velké míře anonymity) 
 Očekávání stále hodnotnějších odměn za výhry 
 Snižování věku zájemců o hraní (práce s nezletilými, věková omezení, zákazy 
rodičů, nespolehlivost, nedostatek financí) 
6.5.1 Vyhodnocení 
Pomocí silných stránek by se měla organizace pokusit využít příležitosti, které se jí 
naskytují. Díky svému otevřenému inovativnímu přístupu k využívání informačních 
technologií by měla organizace využít nové vlastnosti a změny, které přidávají a provádějí 
vydavatelé her ve hrách samotných v souvislosti s pořádáním turnajů nebo vysílání zápasů 
publiku. Vyskytují se nové možnosti nastavení her, které umožňují pozorování obou 
soupeřících stran zároveň, nebo které vizuálně zvýrazňují informace důležité pro diváky (skóre, 
informace o aktuálním stavu herních postav, odpočty času do významných událostí ve hře,…). 
Pro organizátory by neměl být problém tyto nové možnosti začlenit do procesů při pořádání 
turnajů a pracovníci, díky své nadprůměrné informační gramotnosti, by neměli mít větší 
problém změny přijmout a pracovat s nimi. 
Díky vysokému pracovnímu nasazení a entusiasmu pracovníků by měla organizace 
využít i příležitosti stále narůstajícího počtu zájemců o e-sporty a turnajů v nich. Nadšení 
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pracovníci dělají organizaci dobrou reklamu jak z pohledu marketingového, tedy zajištění, že 
takoví hráči budou o činnosti organizace vědět a případně se zúčastní, tak z pohledu lidských 
zdrojů napomáhající nadšení pracovníci v získávání dalších kolegů, kteří budou podobně 
motivovaní. 
Vzhledem k prozatím nízkým provozním nákladům organizace je možné zvážit využití 
části těchto financí k pronájmu některých z nově vznikajících prostor dedikovaných 
ke společenskému hraní počítačových her. Pronájem takových prostor například na finále 
turnaje zvýší celkovou úroveň a dělá na venek profesionálnější obraz. 
Příležitosti by měly být využity ke zlepšení stavu slabých stránek organizace. Vznik 
dedikovaných prostor k hraní her může dočasně eliminovat slabý hardware, než bude tento 
problém vyřešen nákupem nového HW. V ostatních příležitostech z výše uvedeného rozdělení 
do čtyř segmentů SWOT analýzy není bohužel jasná možnost, jak eliminovat slabé stránky.  
Silné stránky by měly být využity na odstranění hrozeb, které přicházejí zvenčí. 
Organizace by měla využít vysoké informační gramotnosti pracovníků, dále ji rozvíjet skrze 
školení a pomocí nasazení bezpečnostního SW nebo zavedení nových bezpečnostních pravidel 
omezit hrozbu napadení systému na nezabezpečených sítích nebo jiným způsobem. 
Nadšení dobrovolníci by mohli pomocí dobře zvolené strategie osvěty budit v hráčích 
větší zodpovědnost a pozitivní přístup k turnaji a zejména k protihráčům. Toto by mohlo jít 
ruku v ruce s rozvíjejícím se záměrem hráče socializovat. Pomocí různých metod osvěty jako 
článků na webové stránce, příspěvků na sociálních sítích, vtipných videí a v neposlední řadě 
rozhovorů při fyzických setkáních by se mohla postupně omezovat hrozba nezodpovědnosti 
hráčů, kteří hrají pouze on-line a jsou chráněni internetovou anonymitou, díky které si můžou 
dovolit chování, které by bylo v reálném světě nepřípustné. V dlouhodobém horizontu by 
takovéto promyšlené působení mohlo vést i k tomu, aby byly e-sporty více včleněny do běžného 
společenského života, a budou se snižovat také i součásti hrozby mladších zájemců, kterým 
například rodiče nedovolí jít na turnaj, protože hraní počítačových her považují za nevhodné. 
Omezením slabé stránky nekontrolování dodržování opatření by se mohl i snížit 
potenciální vliv hrozby napadení systému zvenčí. V případě, že budou pracovníci striktně 
dodržovat bezpečnostní pravidla, tak bude výrazně menší riziko zcizení osobních dat hráčů a 
neautorizovaného přístupu do systému, případně zásahů do něj. 
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7  UŽIVATELSKÉ POŽADAVKY 
Tato kapitola bude popisovat očekávání koncových uživatelů systému. Tito uživatelé 
budou dále v kapitole popisováni jako hráči. Popisované potřeby jsou výsledkem stejného 
dotazníku, ve kterém byl zkoumán pojem e-sport v českém prostředí (viz kapitola 2.3.2 E-sport 
na české herní scéně). V dotazníku bylo osloveno 500 respondentů. Dotazník byl distribuován 
elektronicky, zejména prostřednictvím sociálních sítí. 
Věkové rozložení respondentů bylo následující: 
 
Obrázek 9: Věkové rozložení respondentů. Zdroj: exportováno z Google Forms dotazníku 
Ve věkovém rozdělení dominuje kategorie 19 až 25 let, což je splněné očekávání, že 
v této skupině se jedná o mladé lidi s největším zájmem a také majících nejvíce času se hrám 
věnovat. Může zde však také jít o zkreslení z důvodu distribuce dotazníků právě 
ve studentských skupinách, jejichž členové odpovídají danému věkovému rozmezí. Další vliv 
na statistiku věku mohlo být také věkové omezení většiny sociálních sítí, které povolují 
registraci až osobám starším třinácti let.  
Druhý demografický údaj, na který byli respondenti tázáni, byl jejich pracovní status: 
 
Obrázek 10: Pracovní status respondentů. Zdroj: exportováno z Google Forms dotazníku 
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Třetí demografickou informací, která je doplněna spíše pro zajímavost, je pohlaví: 
 
Obrázek 11: Pohlaví respondentů. Zdroj: exportováno z Google Forms dotazníku 
7.1 TURNAJE A SYSTÉMY 
Otázky týkající se turnajových systému a hodnocení v případě shody byly hráčům 
položeny z důvodu zjištění nekonzistence v těchto systémech při pořádaných akcích. 
V předchozích kapitolách byla položena otázka, zda by procesy v organizaci nemohly být 
sjednoceny a zjednodušeny díky zavedení jednotného systému turnajů a připravení IS na práci 
s konkrétním systémem. 
V první otázce byli hráči tázáni na to, jaký turnajový systém by preferovali. Volby byly: 
Single elimination, double elimination, tabulkový a skupinový. V následujících grafu 
v tomto pořadí. 
 
Obrázek 12: Turnajové systémy. Zdroj: vlastní tvorba 
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Z grafu je patrné (a bylo tak potvrzeno i doplňujícími textovými odpověďmi), že hráči 
preferují turnaje, kde odehrají více zápasů. Důležité je tedy samotné hraní a šance prokázat svůj 
um i například přes nevydařený los a umístit se co nejlépe, oproti možnosti se stát vítězem v co 
nejkratším čase. 
Oproti domněnce organizátorů, že nejoblíbenější je tabulkový systém každý s každým, 
v tomto průzkumu zvítězil systém dvojí eliminace (konec v turnaji po dvou prohrách). I podle 
dalších průzkumů se tabulkové turnaje jeví jako příliš zdlouhavé. 
Druhá otázka, která byla hráčům položena, byla na rozhodování v případě stejného 
počtu bodů v turnaji nebo lize. Možnosti byly následující: rozhodnutí podle vzájemného 
zápasu, podle lepších výsledků v jednotlivých zápasech nebo podle toho, kdo porazil silnější 
soupeře (v grafu v tomto pořadí). 
 
Obrázek 13: Nerozhodné výsledky. Zdroj: vlastní tvorba 
Jasným favoritem této otázky byla odpověď: rozhodnutí podle vzájemného zápasu. Tato 
volba se jeví atraktivní jak hráčsky, tak divácky. 
Třetí otázka ohledně turnajů se ptala na to, jak dlouho maximálně může trvat takový 
on-line turnaj, aby byl stále zábavný a poutavý. Tato otázka byla zavedena do dotazníku 
z důvodu zjištění, jestli nečekané odstupování hráčů z turnajů, které působí značné organizační 
komplikace, není způsobeno tím, že mají turnaje nevhodnou délku. Výsledky jsou patrné 
na následujícím grafu. Ukázalo se, že optimální délka turnaje pro hráče je týden nebo čtrnáct 
dní, nejdéle pak měsíc. 
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Obrázek 14: Optimální délka turnaje. Zdroj: exportováno z Google Forms dotazníku 
7.2 PŘÍPRAVA A KOMUNIKACE 
V této části dotazníku byly hráčům položeny dvě zásadní otázky. První se dotazovala 
na to, kolik času potřebují na přípravu na turnaj od registrace do něj. Příprava na turnaj zahrnuje 
věci jako skládání týmu, sehrání se se spoluhráči, příprava balíků karet a podobně. Odpověď 
na tuto otázku může napovědět organizátorům, kolik času mohou oni věnovat procesům 
přípravy a jaké čekání nebo spěch by dělalo nepříjemný dojem na hráče. Výsledek (viz graf 
níže) byl však takový, že většině hráčů stačí na přípravu pouze několik dní, nebo ji vůbec 
nepotřebují. Pokud se organizátoři budou chtít vydat tímto trendem, budou tomu muset 
přizpůsobit procesy uvnitř organizace a některé z nich časově optimalizovat.  
 
Obrázek 15: Délka přípravy na turnaj. Zdroj: exportováno z Google Forms dotazníku 
V předchozí komunikaci s hráči již organizátoři narazili na požadavek možností 
komunikace s ostatními hráči přímo při hraní zápasu. Z tohoto důvodu byla hráčům položena 
otázka, a to konkrétně na hlasovou komunikaci. Zdali preferují přímou komunikaci v jedné 
místnosti, hlasové komunikátory zabudované přímo ve hrách, externí programy dedikované 
ke komunikaci mezi hráči, nebo zda hlasovou komunikaci vůbec nepotřebují. Jak je patrné 
z následujícího grafu, nejvíce hráčů vybralo volbu externího programu. Jelikož tyto externí 
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programy z velké části vyžadují centrální server, na který se hráči připojují, je na zvážení 
organizace zavést takovýto jako součást svého IS. 
 
Obrázek 16: Hlasová komunikace. Zdroj: vlastní tvorba 
7.3 NEDOSTATKY SYSTÉMU 
Jako nedostatek systému se projevila nedostatečná podpora týmových sportů z pohledu 
týmového přihlašování a organizování týmů sobě navzájem neznámých lidí. V dotazníku vyšlo 
najevo, že větší část hráčů se raději věnuje týmovým hrám, které v procesech organizace ještě 
nemají pevné místo. 
  
Obrázek 17: Typ hry. Zdroj: exportováno z Google Forms dotazníku 
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8  ANALÝZA RIZIK 
Pro tuto analýzu je použita metoda FMEA, která je popsána v kapitole Chyba! 
Nenalezen zdroj odkazů..2 FMEA. Součástí analýzy bude přesné ohraničení problému 
(informačního systému a práce s ním), budou specifikovány požadavky na systém a funkce 
systému, stanoveny kritéria poruchy a úspěchu systému (nežádoucího a žádoucího chování) a 
jejich důsledky budou sumarizovány. Na základě těchto informacích bude vypracována tabulka 
rizik. Ke každému riziku budou navržena opatření na jeho snížení. U takových rizik, kde již 
existují opatření, jak je zmírnit, budou navržena opatření silnější. Na závěr analýzy bude 
zjištěno, která rizika mají nejvyšší prioritu (RPČ nebo RPN). Výsledky této analýzy budou 
zohledněny v celkovém návrhu změn současného systému. 
8.1 OHRANIČENÍ PROBLÉMU 
Riziková analýza bude prováděna na celém informačním systému v jeho nejširším 
smyslu. To bude zahrnovat všech 8 oblastí, které byly hodnoceny v metodou HOS8 v kapitole 
6 Analýza metodou HOS8. Zahrnuty budou jak hlavní procesy popsané v kapitole 4.2 Procesy 
v organizaci, tak další procesy popsané v kapitole 5 Současný stav problému. 
 Problém tedy bude ohraničen počátečním procesem, kdy potenciální uživatel získá 
zájem se účastnit, některé organizované události a činnosti, které následně provádí, jako 
registrace, přihlášení a platba. Paralelně s tím běží proces přípravy události na straně 
organizátorů a dobrovolníků. Následuje pak průběh samotné události a její vyhodnocení 
a použití pořízených záznamů a dalších materiálů k propagaci dalších událostí. 
8.1.1 Cílové vlastnosi 
Za úspěšně fungující systém se považuje takový, který hráčům umožní se přihlásit na 
turnaj nebo do ligy, bezpečně uchová data o hráčích, turnajích a ligách, umožní propagaci, 
zaznamená a vyhodnotí a uchová výsledky zápasů, turnajů a lig včetně videozáznamů her, 
informuje hráče o jejich povinnostech v turnaji či lize a jeho průběhu. 
8.1.2 Poruchy a úspěchy 
Jelikož se jedná o analýzu spíše charakteru analýzy procesu, bude se za úspěch 
považovat průchod celého procesu bez nežádoucích jevů. Naopak poruchou se chápe 
nedokončení procesu nebo dokončení s významnou chybou. Procesy, které budou hodnoceny, 
jsou následující: 
62 
1. Registrace nového hráče 
2. Přihlášení hráče na turnaj nebo do ligy 
3. Připravení a vyhlášení nového turnaje nebo ligy 
4. Propagace, informování potenciálních zákazníků 
5. Zahájení turnaje či ligy (propojení akce a hráčů) 
6. Organizace kol turnaje či ligy a jejich vyhodnocení a uchování výsledků 
7. On-line vysílání zápasů 
8. Procesy související s vnitřní režií (přístupová práva,…) 
Toto dělení bude využito i jako rozdělení systému na podsystémy. Některá rizika se 
mohou prolínat více procesy, tyto budou uvedena vždy v prvním. 
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8.2 POUŽITÉ STUPNICE 
 
pravděpodobnost výskytu poruchy klasifikace 
velmi nízká, porucha je nepravděpodobná 1 
nízká, málo často se objevující porucha 2 
střední, občas se objevující porucha 3 
vysoká, často se objevující porucha 4 
velmi vysoká, téměř nevyhnutelná porucha 5 
Tabulka 7: Pravděpodobnost výskytu vad. Zdroj: vlastní tvorba 
 
závažnost význam vady klasifikace 
žádná nemá vliv na úspěch procesu 1 
nízká vyžaduje pozornost pracovníka k úspěšnému vyřešení 2 
střední komplikuje úspěch procesu (zdržuje organizátory) 3 
vysoká výrazně snižuje kvalitu turnaje, velmi znatelné z pohledu 
koncového zákazníka 
4 
velmi vysoká znemožní úspěšné provedení procesu 5 
Tabulka 8: Význam vady. Zdroj: vlastní tvorba 
 
detekce pravděpodobnost detekce vady klasifikace 
jistá téměř jistě se podaří vadu odhalit 1 
vysoká vysoká naděje odhalení vady 2 
střední střední naděje odhalení vady 3 
nízká malá naděje odhalení vady 4 
velmi nízká velmi malá pravděpodobnost odhalení vady 5 
Tabulka 9: Odhalení vady. Zdroj: vlastní tvorba 
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8.3 OHODNOCENÍ RIZIK 
 
Tabulka 10: FMEA 1. část. Zdroj: vlastní tvorba 
Kontrolní opatření
Pravděpodobn
ost výskytu
Význam vady
Pravděpodobn
ost odhalení 
Míra rizika / 
priorita
Pravděpodobn
ost výskytu
Význam vady
Pravděpodobn
ost odhalení 
Míra rizika / 
priorita
(1) Registrace nového hráče 
Webová stránka neodpovídá 
(timeout)
Hráč nezíská informace jak 
registrovat
Zahlcení uživatelskými 
přístupy, DoS útok
Neexistuje 2 4 1 8
Navýšení paměti RAM, použití 
Cloudflare1)
1 4 1 4
Nedostupná webová stránka 
(404)
Hráč nezíská informace jak 
registrovat
Fyzické poškození serveru, 
zcizení serveru, výpadek 
elektřiny
Kotrola zabezpeční serverovny 
a funkčnosti záložního zdroje
1 4 1 4
Zvýšení frekvence a 
důslednosti stávajících kontrol
1 4 1 4
Registrační e-mail není 
zpracován
Hráč po zaslání údajů není 
registrován
E-mail byl zařazen do spamu
Organizátoři před koncem 
registrace kontrolují schránku 
spam
2 4 2 16
Změna nastavení e-mailové 
schránky
1 4 1 4
Registrační e-mail je 
zpracován pozdě
Hráč po zaslání údajů není 
registrován
Nerozpoznání předmětu e-
mailu
Pravidelná kontrola 
nezařazených zpráv
3 3 2 18
Odesílání z webového 
formuláře, který zprávu 
automaticky zpracuje
1 3 1 3
Registrační e-mail nedorazil 
organizátorům
Hráč po zaslání údajů není 
registrován
Chyba e-mailového serveru Neexistuje 1 5 5 25
Využívání vlastního formuláře 
na webu místo schránek třetí 
strany
1 5 1 5
(2) Přihlášení hráče na turnaj 
nebo do ligy
Nedorazí platba Hráč není zaregistrován Chyba na straně banky Neexistuje 1 5 5 25
Pustit hráče na turnaj i s 
dokladem o odeslání a chybu 
řešit následovně
1 3 4 12
Nepřiřazená platba
Hráč je zaregistrován pozdě 
nebo vůbec
Špatně zadaný variabilní 
symbol
Kontrola příchozích plateb 
před termínem
3 4 2 24
Změna vatiabilního symbolu 
pouze na e-mailovou adresu
2 4 2 16
Propásnutí termínu registrace Hráč není zaregistrován Špatně informavaný hráč Neexistuje 3 5 5 75 Zasílání novinek e-mailem 2 5 3 30
(3) Připravení a vyhlášení 
nového turnaje nebo ligy
Nezveřejnění připraveného 
vyhlášení na webové stránce
Hráči nevidí vypsaný turnaj Špatně vyškolený pracovník Kontrola organizátorem 2 5 1 10
Zlepšit UX formuláře vytváření 
příspěvků
1 5 1 5
Malá kapacita trunaje nebo 
ligy
Nemůžou hrát všichni, co by 
chtěli
Špatný odhad organizátorů Neexistuje 4 3 5 60
Získávat odhad z historických 
dat a průzkumu na soc. sítích
2 3 3 18
Malá kapacita místa, kde se 
reálně hraje
Přeplněný prostor, někteří 
hráči se nevejdou
Špatný odhad na počet hráčů 
a diváků
Neexistuje 3 3 3 27 Předběžné přihlašování diváků 2 3 2 12
(4) Propagace, informování 
potenciálních zákazníků
Chyba v ozámení na webové 
strábce
Hráči mají mylné  informace, 
přihlásí se nebo přijdou špatně
Lidská chyba pracovníka Kontrola organizátorem 2 4 3 24
Automaticky propojené údaje 
z dat
1 4 1 4
Vniknutí do účtů organizace 
na sociálních sítích
Mylné iformace, s cílem 
poškodit organizaci, se 
můžou dostat mezi hráče
Nedostatečná bezpečnostní 
politka přístupu k heslům
Neexistuje 2 5 4 40
Volit dobře zapamatovatlená, 
dlouhá a silná hesla, neposílat 
plaintext a neukládat je
1 5 5 25
(5) Zahájení turnaje či ligy 
(propojení akce a hráčů)
Nedorazí některý hráč
Chybějící naplánovaný 
protivník
Nezodpovědnost hráčů nebo 
nemožnost dorazit
Párování soupeřů až po té co 
všichni dorazí
2 4 5 40
I na reálných turnjaích platby 
pouze předem
1 4 3 12
Ztráta dat o hráčích (chybou)
Špatně nebo žádné přiřazení 
nebo kontaktovaní hráči
Lidská chyba při zadávání 
nebo úpravě dat
Neexistuje 2 5 5 50
Lépe proškolení pracovnící, 
častější záoha dat
1 3 3 9
Ztráta dat o hráčích (útok)
Špatně nebo žádné přiřazení 
nebo kontaktovaní hráči
Vniknutí systému do 
narušitelem
Změny hesel k google disku 1 5 5 25
Nepoužívat soukromé účty na 
google disk
1 5 2 10
Stávající stav Výsledky opatření
Možné vady, jejich projev
Předpokládané důsledky 
vady
Možné příčiny vad Opatření
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Tabulka 11: FMEA 2. část. Zdroj: vlastní tvorba 
(6) Organizace kol, 
vyhodnocení a uchování 
výsledků
Hráči neodehrají domácí kola Chybějící výsledky
Nezodpovědnost nebo 
neschopnost (např. zdravotní) 
odehrát
Neexistuje 4 3 5 60
Zamezení přístupu do dalšího 
turnaje
3 3 5 45
Výpadek internetu některého 
z hráčů
Zápas nemá vítěze
Špatné připojení k internetu 
hráčů
Odehrání zápasu znova 3 5 5 75
Podmínky na kvalitu připojení 
hráčů
2 5 5 50
Hráči podvádějí Sporný výsledek zápasu
Hráči nehrají fér z podstaty 
jejich povahy
Důkaz v podobě screenshotu 2 5 4 40 Videozáznamy všech her 2 3 2 12
Špatně naplánovaní soupeři
Špatně odehrané zápasy vůči 
systému
Tabulky se kopírují ze starých 
a ručně modifikují
Neexistuje 3 3 3 27
Automatické geneorvání 
tabulek z dat
1 3 4 12
Nerozhodné výsledky na konci 
kola
Nejasnost kdo postupuje Špatně zvolený systém Neexistuje 2 5 5 50
Volba jednoznačného 
systému
1 4 2 8
Nerozhodné výsledky při plné 
tabulce
Nejasnost kdo je vítěz
Špatně zvolený systém 
turnaje
Neexistuje 2 5 5 50
Volba jednoznačného 
systému
1 4 1 4
(7) On-line vysílání zápasů a 
videozáznamy
Výpadek internetového 
připojení
Přerušené vysílání videa Nakvalitní internetové připojení Neexistuje 3 3 5 45 Záložní mobilní připojení 2 2 3 12
Neplynulé video z důvodu 
pomalého připojení k internetu
Video se bude špatně 
sledovat
Nakvalitní internetové připojení Neexistuje 4 2 5 40
Vlastní lepší připojení, výber 
místa (niverzity, herny…) 
2 2 3 12
Zaseknutí počítače 
zaznamenávajícího video
Chybějící část záznamu Nedostatek paměti RAM Omezení ostatních aplikací 4 3 5 60 Výkonnější počítač 1 3 5 15
Výpadek služby twitch.tv
Nebude možné sledovat živý 
přenos
Chyba na straně twitch.tv Neexistuje 1 3 5 15
Záložní stream na jiném 
portálu
1 1 5 5
(8) Procesy související s 
vnitřní režií (přístupová 
práva…)
Narušitel škodící v systému 
vydávající se za pracovníka
Chyby v datech Zcizené nebo uhodnuté heslo Neexistuje 1 5 5 25
Bezpečnostní školení 
pracovníků
1 5 3 15
Pracovník nemá přístup k 
potřebným dattům
Nemůže plnit svou práci
Chyba na straně organizátora 
přidělující práva
Neexistuje 2 5 1 10
Vytvoření skupin práv, 
přiřazení do skupiny, tím 
získání práv
1 5 1 5
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8.4 PRIORITA RIZIK 
V tabulce metody FMEA byla ohodnocena jednotlivá rizika pomocí RPN. Hranicí pro 
problémy, které je potřeba řešit s nejvyšší prioritou, bylo stanoveno RPN rovno 50. Tuto hranici 
překročilo osm zkoumaných rizik. Dalších pět pak následuje s prioritami v intervalu od 40 do 
50. Jsou to následující (seřazeny sestupně dle RPN): 
 Výpadek spojení některého z hráčů 
 Hráči propásnou termín registrace, protože jsou špatně nebo vůbec informováni 
 Hráči neodehrávají on-line zápasy 
 Zaseknutí počítače vysílající nebo nahrávající videozáznam hry 
 Špatně nastavená (nízká) kapacita turnaje nebo ligy 
 Nerozhodné výsledky po všech odehraných zápasech 
 Nerozhodné výsledky po odehraném kole 
 Ztráta dat o hráčích chybou pracovníka 
 
V intervalu 40 až 50 jsou to následující: 
 Výpadek internetového připojení vysílajícího počítače 
 Některý hráč se nedostaví na turnaj 
 Ukradení účtů organizace na sociálních sítích 
 Hráči podvádějí 
 Neplynulé video z důvodu slabého připojení k internetu 
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Nová opatření pro tato zjištěná rizika budou přednostně zahrnuta do návrhu změn 
v informačním systému, které budou popsány v kapitole 9 Navrhované změny. 
Snížení průměrného RPN po aplikování opatření je znázorněno v následující tabulce. 
Uvádí průměrná RPN pro všechna zkoumaná rizika pro sumu rizik s původním RPN větším 
než 50 a pro sumu rizik s původním RPN vyšším než 40. 
 
  Všechna Nad 50 Nad 40 
Před 34,57 61,43 52,69 
Po 
13,14 24,29 19,38 
Tabulka 12: Snížení RPN. Zdroj: vlastní tvorba 
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9  NAVRHOVANÉ ZMĚNY 
Tato kapitola shrne všechny poznatky získané analýzou HOS8, sběrem uživatelských 
požadavků a rizikovou analýzou FMEA. Na základě těchto poznatků budou navrženy změny, 
které by bylo vhodné v systému provést, aby se zvýšilo jeho celkové hodnocení IS metodou 
HOS8 a snížila se největší bezpečnostní a procesní rizika. 
Obecně se konkrétní návrhy této práce budou ubírat směrem optimalizace procesů, 
zvýšení jejich automatizace a přenesení zátěže z uživatelů na hardware, nejvíce webový server. 
9.1 ZMĚNY V HARDWARU 
Oblast hardwaru je jednou z nejslabších částí systému a analýzou FMEA jsem zjistila 
jedno prioritní riziko, a to zamrznutí organizátorského PC. Současný HW, který používají 
organizátoři, je více než 5 let starý. Ideální stav HW by měl být takový, aby byl bezchybně svou 
činnost schopen provádět alespoň po dva roky. Z tohoto důvodu navrhuji organizaci pořízení 
nových přenosných počítačů. Z důvodu využívání na spouštění počítačových her a software pro 
on-line vysílání navrhuji v následující tabulce dvě konfigurace. Tyto konfigurace pocházejí 
z příkladů konkrétních strojů dostupných na současném českém trhu. Stroj uvedený jako 
minimální má potenciál být dostačující po dva roky. Po uplynutí této doby bude potřeba provést 
navýšení operační paměti a vmontování SSD disku. Optimální varianta by měla být dostačující 
po dobu 4let.  
  Minimální Optimální 
Výrobce Dell, Inc. Lenovo TM 
Označení Inspiron 15 N5-7559-N2-03 IdeaPad Y700 80Q00078CK 
Procesor Intel® Core i5-6300HQ  Intel Core i7 
Frekvence procesoru 2,3 GHz 3.5 GHz 
Počet jader 4 4 
Architektura  64bit 64bit 
RAM technologie DDR3L DDR4 
Velikost RAM 8 GB 16 GB 
Technologie pevného disku HDD 5400rpm Hybrid Flash HDD 5400rpm, SSD 
Velikost pevného disku 1 TB, 8 GB 1 TB, 256 GB 
Grafická karta NVIDIA GeForce GTX 960M NVIDIA GeForce GTX 960M 
Rozlišení displeje 1920 x 1080 (HD) 1920 x 1080 (HD) 
Velikost displeje 15.6'' 17,3'' 
Provedení displeje Širokoúhlý, matný Širokoúhlý, lesklý IPS 
Odhadovaná cena 26 000 Kč (včetně DPH) 37 000 Kč (včetně DPH) 
Tabulka 13: Doporučené konfigurace počítačů. Zdroj: vlastní tvorba 
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Vzhledem k záměru automatizace procesů, a to jejich implementováním na webovém 
serveru, doporučuji provést změny v hardwarové konfiguraci serveru. Pro zamezení přehlcení 
uživatelskými požadavky navrhuji zvýšit RAM serveru alespoň na 16 GB a právě pro 
předpokládané zvýšení zátěže až na 32 GB. Server má k dispozici 4 paměťové sloty, které 
podporují jednotky velikosti 8 GB. Nyní jsou paralelně zapojeny dvě RAM velikosti 4 GB. Pro 
dosažení 32GB je nutno i tyto dvě vyměnit. Navrhuji zakoupení setu čtyř 8 GB RAM DDR3. 
Odhadovaná cena setu je 3200 Kč (včetně DPH). Ostatní parametry serveru včetně jeho 
zabezpečení a zálohování se jeví jako dostatečné. 
Posledním bodem souvisejícím s HW je pořízení přenosného připojení k internetu, 
které bude možné využít v případě výpadku internetu při turnaji v cizích prostorách. Pro takové 
připojení existují dvě dostupné možnosti. První varianta je provázat mobilní internet 
s telefonním tarifem některého z organizátorů. Tato varianta je levnější, neboť nezahrnuje 
pořizovací cenu modemu a všichni operátoři poskytují zvýhodněnou cenu stávajícím 
zákazníkům. Druhou variantou je pořízení připojení včetně zakoupení USB modemu nebo 
modemu do zásuvky, který poskytuje Wi-Fi připojení. Druhá varianta má výhodu toho, že je 
přenosná a není potřeba přítomnosti konkrétního organizátora v místě. Pro potřeby vysílání je 
vhodný pouze nejvyšší dostupný tarif, a to je 10 GB datový limit. Následuje tabulka současných 
nabídek českých mobilních operátorů. Organizátoři mají nyní tarif u společnosti Vodafone, 
takže u té mají možnost bez dalších změn získat zvýhodněnou cenu datového tarifu. 
 Vodafone T-mobile O2 
Tatif 10GB 749 Kč/měs. 649 Kč/měs. 649 Kč/měs. 
Zvýhodněná cena 499 Kč/měs. 499 Kč/měs. -- 
USB modem k tarifu 477 Kč 1kč 1 294 Kč 
Modem do zásuvky 477 Kč 100 Kč/měs. 1 795 Kč   
Tabulka 14: Ceny datových tarifů a modemů. Zdroj: vlastní tvorba 
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9.2 BEZPEČNOST 
V případě zakoupení navrhovaných přenosných počítačů by současné počítače 
organizátorů mohla organizace dále používat například pro poskytnutí pracovníkům na práci 
administrativního charakteru. Na rozdíl od soukromých počítačů by měla mnohem větší 
kontrolu nad jejich zabezpečením. Pracovníci by na těchto PC měli pouze uživatelská práva a 
organizátoři by měli možnost učinit bezpečnostní nastavení. To by zahrnovalo:  
 instalování antivirového programu  
 udržování aktuálního systému 
 šifrování disků  
 vyžadování bezpečného hesla 
 vyžadování změny hesla po půl roce 
 program pro zálohu disku PC na server 
U pracovníků, kteří stále budou pracovat na svých osobních počítačích, je potřeba zvýšit 
kontrolu dodržování bezpečnostních standardů. I na tyto počítače je třeba nainstalovat 
antivirový program a kontrolovat aktuálnost operačního systému. Pro uživatele by se měla 
pravidelně co půl roku pořádat bezpečnostní školení, na kterých by po nich měla být 
vyžadována změna hesla a vysvětlena podstata jeho bezpečnosti. Pracovníkům s vlastními 
počítači by neměla být přidělována práva ukládat celé datové soubory na vlastní disk. Tito lidé 
by měli mít možnost pouze číst data, ale ne hromadně je exportovat nebo mazat. Nejlepší volba 
pro takové pracovníky by byla práce pouze přes webové rozhraní vlastního IS běžícího na 
webovém serveru organizace s omezenými právy. 
Pro zjednodušení práce s uživatelskými právy navrhuji zavedení skupin uživatelských 
práv, které by odpovídalo zařazení a pracovní náplni pracovníka. Díky těmto skupinám by se 
snížilo riziko, že pracovník neobdrží práva, která potřebuje k práci, anebo má nebezpečná práva 
navíc. Navrhované skupiny jsou následující: 
 Administrátor (organizátoři, plný přístup ke všem datům) 
 Plánovač turnajů a lig (čtení a zápis dat hráčů, plný přístup k turnajové tabulce) 
 Pracovník podpory (čtení a modifikace dat hráčů, čtení turnajových tabulek) 
 Pracovník vnějších vztahů (pouze čtení dat, přístup k sociálním sítím) 
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 Hráč (čte pouze zveřejněné informace) 
Pro snížení rizika ukradení účtů na sociálních sítích navrhuji zavést povinnost volit 
dobře zapamatovatelná, dlouhá a silná hesla. Tato hesla nikdy neposílat jako prostý text žádným 
komunikačním kanálem a neukládat je pro zapamatování v prohlížečích či jiných programech. 
Toto primárně platí pro společná hesla na sociálních sítích, kde není možno účtu organizace 
přiřadit existující účty uživatelů, ale také to bude vyžadováno po uživatelích používajících své 
osobní účty. Proškolení o bezpečnosti hesel a navržené povinnosti by mělo být součástí 
půlročního školení uživatelů zmíněného výše. 
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9.3 ZMĚNY V SOFTWARU A DATAWARU 
Změny v softwaru musí mířit směrem automatizace procesů, které zbytečně zatěžují 
pracovníky i organizátory od ostatních činností, které musí provádět pro úspěšné uspořádání 
turnaje, a výrazně zvyšuje dobu, za kterou koncoví zákazníci dostávají odezvy na své 
požadavky. Druhou prioritou je minimalizovat riziko smazání nebo chyby v datech způsobenou 
pracovníky. Tyto chyby vznikají v datových dokumentech o hráčích i rozpisech pro turnaje 
nebo ligy. Vyskytují se často, protože pracovníci kvůli jakékoli jednotlivé změny pracují 
s kompletní datovou sadou, a mají kvůli tomu plná práva ji modifikovat. Další chyby vznikají 
při neustálém kopírování dat do nových tabulek atd. 
Tento problém navrhuji řešit pomocí přemístění dat z dokumentů typu MS Excel 
ukládaných na Google Disku do databáze umístěné na webovém serveru. Pracovníci by poté 
měli přístup k datům pomocí rozhraní webových formulářů v administrativní části webové 
stránky, kde se nyní pouze spravují novinky. Jelikož by byl návrh formulářů plně v režii 
organizátorů, je zde prostor pro navržení smysluplných chybových a varovných hlášení, které 
pomůžou pracovníkům s prací se systémem. 
Díky přemístění dat ze serverů třetí strany na vlastní server bude ušetřena práce na 
ručních zálohách, které se teď provádějí na druhý účet na Google disk a záložní pevný disk. Na 
webovém serveru je připraveno propracované zálohování databáze a proces pro zotavení po 
havárii, který by pokryl i zálohu dat o uživatelích a turnajích. Po pracovnících by nemuselo být 
vyžadováno zajistit si účet na Google a školení na pořádání turnajů a správu dat o uživatelích 
by bylo nad stejným systémem, nad kterým se školí ohledně publikování novinek a informací 
na webovou stránku. 
Zátěž způsobená přijímáním, tříděním a odpovídáním na registrační e-maily by měla 
být také přenesena na webový server. Stávající webový systém podporuje uživatelské účty, 
které ukládá do databáze. Tato funkčnost by měla být rozšířena o účty koncových uživatelů, 
kteří by se registrovali do systému, a přihlášení do turnaje nebo ligy prováděli také 
prostřednictvím webových formulářů. V přihlašovacím formuláři dostanou uživatelé možnost 
přihlásit se k odběru informací o otevřených registracích do jejich e-mailové schránky. To by 
mělo snížit riziko, že se hráči nedovědí o turnaji či lize nebo propásnou datum registrace. 
Potvrzení přihlášení do turnaje nebo ligy by mělo být také automatizováno odesláním 
generované zprávy, stejně jako potvrzení v případě volné kapacity a zařazení do listiny 
náhradníků v případě kapacity plné. 
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Další funkce, které by měla být do webového informačního systému doplněna, je 
generování a zobrazování turnajových a ligových tabulek nebo pavouků. Vzhledem 
k potřebě sjednotit systém pořádaných turnajů navrhuji implementovat generování rozpisu 
soupeřů pro systém double-elimination a jeho grafické znázornění, které bude dostupné pro 
přihlášené hráče na webových stránkách, což je zlepšení z hlediska uživatelské přívětivosti a 
důvěryhodnosti informací, oproti zasílání odkazů s adresou systému třetí strany a otevírání 
tabulky typu Excel. Rozšiřující funkčností pro pořádání turnajů by pak mohla být implementace 
formuláře pro přijímání výsledků domácích kol. Toto rozšíření doporučuji implementovat i 
přes to, že se nejedná o plnou automatizaci a bude potřeba kontroly výsledků pracovníka 
organizace a nepůjde tak o výrazné ušetření práce na straně organizace, ale jedná se o výrazné 
zlepšení UX z hlediska koncových uživatelů, kteří by jinak museli odesílat výsledky e-mailem 
a studovat, v jakém formátu je mají zaslat. Navrhovaný formulář by vyžadoval vyložení 
výsledku (např.: prohra 2:0) a pole pro vložení souboru s důkazem (screenshot nebo video či 
odkaz na ně). 
Dalším návrhem na eliminování jednoho z prioritních rizik je implementovat do 
systému označení hráčů, kteří neodehráli zápasy nebo se provinili například podváděním. 
U každého hráče by bylo možné v DB nastavit dva příznaky: nespolehlivost a diskvalifikaci. 
Diskvalifikovaní hráči by pak nebyli automaticky registrováni do turnajů, ani kdyby se o to 
pokoušeli. Nespolehliví hráči by se registrovat mohli, ale nebyli by přijímáni jako náhradníci 
v případě plné kapacity. Diskvalifikovaný hráč automaticky získává také status nespolehlivého 
hráče. 
Pro eliminování chyby, kdy pracovníci zapomenou nebo špatně publikují novinku o 
novém turnaji nebo lize (i další novinky), navrhuji přidat možnost generovat novinku přímo 
k části vytvoření turnaje nebo ligy s možností manuální změny předpřipraveného textu, který 
bude generován dle informací uložených v DB. U formulářů, které ústí v přípravu a publikování 
informace na webovou stránku, by mělo být vylepšeno uživatelské rozhraní, aby bylo jasné, 
které potvrzení změnu pouze uloží a které informaci vystaví jako veřejnou. Navrhuji barevné 
odlišení tlačítek s ikonou – zelenou disketu pro uložení a žlutý mrak s šipkou vzhůru pro 
publikování. 
Posledním důležitým modulem, který v novém rozšířeném webovém IS nesmí chybět, 
je sekce s manuály a postupy pro koncové uživatele. Tato sekce by měla být umístěna na první 
úrovni menu stránky a jednoduše k nalezení i při prvním zběžném pohledu na stránku. Měla by 
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obsahovat několik krátkých článků popisujících hlavní činnosti, které bude hráč na stránce 
provádět. Tyto činnosti jsou:  
 registrace 
 nalezení otevřených registrací k turnajům a ligám 
 registrace do turnaje (včetně informací o kapacitách a náhradnících) 
 nalezení informací a pokynů k běžícímu turnaji, do kterého je přihlášen 
 způsob zadávání výsledků 
 obecné informace k turnajům odehrávajícím se na reálných setkáních 
Odhad prací na rozšíření webového IS od jeho dodavatele je 30 000 Kč. 
Rozšířením v některé další etapě vylepšování informačního systému může být 
implementace podpory pro tvorbu týmů a týmových her. Nyní je týmová hra možná pouze tak, 
že za tým vystupuje jeden kapitán jako jednotlivec. 
Dalším rozšířením, které by měla organizace zvážit zejména v případě většího zaměření 
na týmové hry, je spustit na serveru serverovou aplikaci pro nějaký zvukový komunikační 
kanál, na kterém by se hráči mohli domlouvat, případně spolu komunikovat přímo ve hře. Ve 
výsledcích dotazníku hráči uvedli, že pokud mají spolu komunikovat, tak prostřednictvím 
některé serverové aplikace. Nejrozšířenější a pro takový počet hráčů vhodné by bylo Ventrilo14 
nebo TeamSpeak15.
                                                 
14 http://www.ventrilo.com/ 
15 https://www.teamspeak.com/ 
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9.3.1 EPC diagram nových funkcí IS 
 
Obrázek 18: EPC diagram nových funkcí. Zdroj: vlastní tvorba
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9.3.2 Návrh DB 
Na následujícím diagramu budou znázorněny nové tabulky, které bude potřeba přidat 
do stávající databáze MySQL, která je nyní používaná na serveru, a také tabulky, které budou 
muset být modifikovány (tabulka uživatelů). Budou zanedbány atributy, které jsou v souvislosti 
s novým návrhem zbytečné. 
 
Obrázek 19: Návrh DB. Zdroj: vlastní tvorba 
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9.4 ZMĚNY V ORGWARU 
Pro snížení rizika s nejvyšší prioritou, a to faktu, že se hráči o turnaji dozvědí často až 
po skončení registrace, navrhuji každému hráči při jeho registraci doporučit přihlásit se 
k odběru novinek o otevřených registracích e-mailem. Dále zvýšit propagaci na sociálních 
sítích a propagovat nadcházející turnaje ve vysílání a záznamech stávajících. 
Další změna by měla nastat v procesu plánování nových turnajů. Do tohoto procesu by 
měla být zahrnuta analýza předchozího zájmu o obdobné turnaje a z ní vyvozeno, jakou 
kapacitu má turnaj mít, případně za jak dlouho takový turnaj opakovat. Zohledněn by při tomto 
plánování měl být také názor hráčů na optimální délku turnaje (viz výsledky dotazníku 
v kapitole 7.1 Turnaje a systémy). 
Nově by turnaje a ligy měly mít jednotný systém pořádání, maximálně jeden další pro 
hodně odlišnou kapacitu turnaje. Velké turnaje mohou mít odlišný systém na začátku a stejný 
systém pro zápasy nejlepších, jako je systém zvolený pro všechny turnaje. Primární systém by 
měl být double-elimination systém, který ošetřuje jak stavy nerozhodnosti po jednotlivých 
kolech, tak na konci turnaje, které jsou riziky procesu s vysokým prioritním rizikovým číslem. 
Není k němu tedy potřeba žádné doplňující hodnocení jako třeba k tabulkovému systému. 
Do procesu vyhodnocování turnajů musí být doplněno posouzení, jestli se nejedná 
o nespolehlivého hráče. Nespolehlivý hráč je takový, který opakovaně neodehraje zápas. To 
platí i pro hráče, který se omluví. Hráči, kteří opakovaně neodehrávají své zápasy a neomlouvají 
se, podvádějí nebo jinak záměrně škodí, musí být označeni jako diskvalifikovaní. 
Diskvalifikovaní hráči se nemohou registrovat na žádný další turnaj. Nespolehliví hráči se 
registrovat mohou, ale v případě plné kapacity turnaje jim nebudou nabídnuta místa 
náhradníků. Tyto informace budou organizátoři na základě subjektivního posouzení vkládat do 
informačního systému. 
Hráč se může stát nespolehlivým i v případě, že se mu vícekrát přeruší hra z důvodu 
velmi špatného připojení k internetu. Kvůli snížení tohoto vysokého rizika by měli organizátoři 
zahrnout do manuálů informaci o tom, jak kvalitní připojení je potřeba, jak ověřit kvalitu 
svého připojení a informovat hráče o následcích, které může častý výpadek jejich připojení mít. 
Vzhledem k vysokému RPN tohoto rizika navrhuji tuto informaci sdělit hráčům přímo při 
registraci. 
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9.5 ZMĚNY V PEOPLEWARU 
Druhou vhodnou volbou (první viz kapitola 9.3 Změny v softwaru a datawaru), jak se 
vyhnout nespolehlivým pracovníkům s nezabezpečenými stroji, je preferovat menší počet 
stabilních placených zaměstnanců oproti velkému množství často se střídajících dobrovolníků. 
Pro těchto několik pracovníků by si organizace mohla dovolit pořídit levné kancelářské 
přenosné počítače (do 10 000 Kč) nebo použít staré vyřazené počítače pro hry a vysílání. Stálé 
pozice by měly být v prvé řadě nabídnuty stávajícím dobrovolníkům, konkrétně těm nejlepším 
z nich, protože si tak organizace ušetří práci se školením úplně nových lidí se zavedenými 
změnami při stejné intenzitě pořádání turnajů a větším množství pracovních hodin placeného 
pracovníka oproti dobrovolníkům. 
9.6 DODAVATELÉ 
Změna v oblasti dodavatelů SW je zejména v tom, že by organizace měla postupně 
opustit SW třetích stran, ke kterému nemůže získat žádnou záruku kvality funkčnosti nebo 
servisní smlouvu. Větší část procesů se bude přesouvat k dodavateli na míru dělaného SW a 
k placeným službám, které poskytují servis a záruku. Taková služba by v budoucnu mohla být 
například aplikace pro hlasovou komunikaci hráčů. 
9.7 POSTUP PROVEDENÍ ZMĚN 
Prvním krokem před zaváděním změn v IS by mělo být navýšení pamětí na serveru, 
kterému by předcházela vyžádaná záloha dat a informování koncových uživatelů a pracovníků 
o krátkém výpadku. Paralelně může být zahájen vývoj SW rozšíření na straně dodavatele. Tyto 
práce mohou trvat až dva měsíce. V rámci rozšíření SW by prvním krokem mělo být připravení 
databázových tabulek a na straně stávajícího systému připravení dat k přenosu na server. Export 
a Import dat by měl nastat s nasazením nových SW úprav na server pro testovací účely. 
V pokročilé fázi testování (po implementování nejkritičtějších úprav) se mohou začít školit 
uživatelé na zacházení s novým SW. Před zavedením nového SW by také mělo být provedeno 
první z půlročně se opakujících bezpečnostních školení. Nasazení a export a import dat do 
ostrého provozu by se mělo provést během jednodenní odstávky systému v době, kdy poběží 
minimum otevřených registrací a probíhajících turnajů (nejlépe žádné). V době nasazování 
musí být kompletně pozastaveno zadávání dat do systému pracovníky. Příchozí zprávy během 
nasazování nového SW se musejí uchovat, a jakmile nový systém poběží, musí být data z nich 
vložena ručně do systému. Několik dní před plánovaným nasazením musí být hráči informováni 
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o chystaných změnách na webové stránce a sociálních sítích. Po nasazení musí první zřetelná 
informace hráče směřovat k manuálům pro zacházení s novým systémem. Tyto manuály můžou 
být šířeny i dalšími kanály, nejlépe v podobě zvýraznění nové, transparentnější funkčnosti. 
Video, které bude obsahovat průchod novým informačním systémem z pohledu hráče, by se 
mělo objevit na kanále, kde organizace vysílá svá videa. Měsíc po nasazení systému by měly 
být nejlepším dobrovolníkům nabídnuta místa stálých pracovníků a započít snižování počtu 
dobrovolníků a nezabezpečených počítačů. Zakoupení přenosných počítačů a pořízení 
mobilního internetového připojení může být až v posledním kroku implementace nebo jako 
další etapa (finančně nejnáročnější).
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Obrázek 20: Přechod na nový systém. Zdroj: vlastní tvorba
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10  EKONOMICKÉ ZHODNOCENÍ 
U každé navržené změny byly odhadnuty jejich ceny podle stavu na českém trhu 
v květnu 2016. Cena vývoje nových funkčností webového informačního systému byla navržena 
současným dodavatelem. Z finančních důvodů navrhuji rozdělit implementaci navržených 
změn na dvě etapy. V první etapě by šlo o upgrade serveru, implementaci nových funkčností 
webového informačního systému a školení uživatelů. V druhé etapě pak o nákup výkonných 
přenosných počítačů a pořízení přenosného připojení k internetu. Celkový rozpočet 
navrhovaných změn by byl následující: 
 
32 GB RAM pro server   3 200 Kč 
Vývoj rozšíření pro IS 30 000 Kč 
2x výkonný počítač 52 000 Kč 
USB modem      477 Kč 
Datový tarif      499 Kč/měs. 
Celkem 85 677 Kč + 499 Kč/měs. 
1. etapa 33 200 Kč 
2. etapa 52 447 Kč + 499 Kč/měs. 
 
Díky zvýšení automatizace bude moci organizace pořádat více on-line turnajů zároveň 
a díky zvýšení přívětivosti a jednoduchosti systému pro koncového uživatele si bude moci 
dovolit zvýšit registrační poplatky pro vstup do turnaje. Po implementaci druhé etapy bude 
moci organizace vydělávat na pro ni zcela novém trhu, a to díky kvalitním videím a vysíláním. 
Organizace bude moci oslovit sponzory s nabídkou umístění reklamy k jejich vysílání a využít 
služeb portálu youtube.com, kde existuje program pro autory videí, díky kterému za zhlédnutí 
videí dalšími lidmi získává finanční odměny. 
V poslední fázi při ustálení rozpočtu organizace může proběhnout třetí etapa, a to 
výměna stážistů a dobrovolníků za placené zaměstnance. Takové zaměstnance by organizace 
mohla mít jednoho až dva a jejich mzda by se pohybovala mezi 12 800 a 16 000 Kč. Pro začátek 
se dá uvažovat i o dřívějším zaměstnání na poloviční úvazek.  
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11  ZÁVĚR 
Tato práce navrhla změny v informačním systému organizace zabývajících se 
pořádáním turnajů v e-sportech. Byly navrženy změny v oblastech hardware, software, 
dataware, peopleware, dodavatelé a bezpečnost. Změny reagují na potřebu zvýšit celkovou 
úroveň systému na hodnotu 4 (dle hodnocení HOS8), protože informační systém je pro 
organizaci stěžejní. Navržené změny také reflektují poznatky získané z rizikové analýzy 
FMEA. Zapracovány jsou veškerá rizika, která dosahují kritické úrovně RPN=50 (maximální 
RPN je 125) a také nejbližší následující s RPN mezi 50 a 40. Do navržených změn byly také 
promítnuty poznatky získané průzkumem u koncových uživatelů pomocí dotazníku, který 
vyplnilo přes 500 respondentů. Byly připraveny cenové odhady jednotlivých změn, návrh úprav 
v současné databázi, znázorněn nový navrhnutý hlavní a vedlejší proces organizace a časový 
plán pro implementaci změn. 
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