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ウイルス捕食プロセスを用いた
コンピュータウイルス対策シミュレーション
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Anti-virus simulation using predator process
Takayuki KOMAKI and Ichirou MORIGUCHI
It has been shown that the anti-virus strategy immunizing each computer is
difficult to exterminate computer viruses in the Internet. In this study, we proposed a
new anti-virus strategy that releases the programs which move around in the Internet
and remove viruses, and investigated the effectiveness of this strategy by simulation. In
case that the anti-virus programs disappear of themselves, it was shown that
exterminating computer viruses is difficult. Futhermore, it was also shown that moving
anti-virus programs easily diffuse on heterogeneous networks than on homogeneous
networks.
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図12 BAでのシミュレーションの各捕食確率Eに
対する捕食者とウイルスのノード割合。図
11のRNでのシミュレーションをBAで行っ
た結果となっている。RNと同じように捕食
確率Eが高くなるにつれ、感染者に隣接して
いる捕食者の割合とネットワーク全体での
捕食者の割合との差が広がっている。
