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Wetenschappelijk onderzoek naar offline manifestaties van extreemrechts wordt
bemoeilijkt door het zogenaamde aanpassingsdilemma: individuen en groepen die hun
extreemrechtse ideologie verhullen of matigen om sancties of stigmatisering te voor‐
komen. Al sinds het ontstaan van het internet wordt er door extreemrechtse groeperin‐
gen en individuen gebruik gemaakt van digitale kanalen en middelen om een omgeving
van gelijkgestemden te vinden waar zij openlijk uit kunnen komen voor hun extreem‐
rechtse ideeën en minder maatschappelijke weerstand ervaren dan offline. In toene‐
mende mate wordt daarbij niet langer gebruik gemaakt van specifieke websites en fora
met rechts-extremistische content of deep- en darkwebpagina’s, maar ook van main‐
stream-socialmediaplatforms zoals Twitter en Facebook. In deze bijdrage wordt verslag
gedaan van een studie naar de wijze waarop drie Nederlandse rechts-extremistische
groeperingen, te weten de NVU, Pegida en Voorpost, gebruik maken van diverse socia‐
lmediaplatforms in het jaar 2017. Onze resultaten laten zien dat deze extreemrechtse
groeperingen social media gebruiken om hun ideologie uit te dragen, een groepsidenti‐
teit te construeren en op te roepen tot (democratische) vormen van verzet. Daarnaast
illustreert deze bijdrage dat het aanpassingsdilemma van extreemrechts ook een digi‐
tale equivalent kent. De extreemrechtse ideeën worden op social media niet per definitie
verhuld, maar wel aangepast aan de gestelde eisen van de digitale omgeving. Het gaat
hierbij niet om ‘impression management’ in termen van het uitdragen van identiteit,
maar eerder om ‘content management’ om ervoor te zorgen dat de extreemrechtse ideo‐
logieën via social media blijvend kunnen worden uitgedragen.
Inleiding
Na een periode van neergang lijkt er in Nederland sinds 2014 een lichte opleving
van het rechts-extremisme,1 zo blijkt uit een recente publicatie van de Algemene
Inlichtingen- en Veiligheidsdienst (AIVD, 2018). Wetenschappelijk onderzoek
naar extreemrechts wordt bemoeilijkt door het zogenaamde aanpassingsdilemma:
individuen en groepen die hun extreemrechtse ideologie verhullen of matigen om
sancties of stigmatisering te voorkomen (Van Donselaar, 1991, 15-17; Van der
Valk & Wagenaar, 2010, 30). Diverse internationale studies schetsen echter dat
rechts-extremistische groepen en individuen al sinds het ontstaan van het
1 De termen extreemrechts en rechts-extremisme worden in deze bijdrage inwisselbaar gebruikt.
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internet gebruik maken van digitale kanalen en middelen om een omgeving van
gelijkgestemden te vinden waar zij openlijk uit kunnen komen voor hun extreem‐
rechtse ideeën en minder maatschappelijke weerstand ervaren dan offline (voor
een overzicht, zie Caiani & Kröll, 2015; Valasik & Reid, 2018). De verhulling van
extreemrechtse identiteiten en ideologieën lijkt op basis van de beschikbare
wetenschappelijke literatuur dan ook vooral van toepassing te zijn op offline
interacties en uitingen.
Ondanks dat zowel de AIVD (2018) als de Nationaal Coördinator
Terrorismebestrijding en Veiligheid (NCTV, 2018a) in zijn meest recente publica‐
tie verwijst naar de aanwezigheid van extreemrechts op social media, is er nog
weinig bekend over de manier waarop extreemrechtse groeperingen in Nederland
gebruik maken van socialmediaplatforms. Om een bijdrage te leveren aan deze
kennis doen we in dit artikel verslag van een verkennende studie naar het gebruik
van social media door drie Nederlandse extreemrechtse groeperingen in het jaar
2017, te weten de Nederlandse Volksunie (hierna: de NVU), Pegida en Voorpost.2
Deze overkoepelende doelstelling wordt geoperationaliseerd in een tweetal speci‐
fieke onderzoeksvragen. De eerste onderzoeksvraag luidt: hoe maken de NVU,
Pegida en Voorpost gebruik van social media in 2017? De tweede onderzoeks‐
vraag richt zich op de vraag in hoeverre er gesproken kan worden van online
extremisme op de officiële socialmedia-accounts van de NVU, Pegida en Voorpost.
Met online extremisme wordt verwezen naar ‘a form of cyberviolence characteri‐
zed by the use of digital platforms to express hatred towards a collective on the
basis of race, ethnicity, gender, gender identity, sexual orientation, national ori‐
gin, religion, or some other group characteristic’ (Hawdon e.a., 2018, 2). Voor het
beantwoorden van deze laatste onderzoeksvraag kijken we naar overeenkomsten
en verschillen in de manier waarop online extremisme tot stand komt op socia‐
lmedia-accounts van de drie verschillende groeperingen, zowel in de berichten als
in de reacties op deze officiële accounts. Met deze vraag proberen we inzicht te
krijgen in hoeverre het eerder genoemde aanpassingsdilemma rondom extreem‐
rechtse ideologieën ook online valt waar te nemen.
Dit artikel is als volgt opgebouwd. Allereerst geven we een kort overzicht van de
wetenschappelijke literatuur over extreemrechts in Nederland en online rechts-
extremisme. Na een bespreking van de methodologische opzet van dit onderzoek
presenteren we de belangrijkste resultaten van deze studie. We besluiten deze bij‐
drage met een reflectie op de theoretische en maatschappelijke relevantie van de
resultaten van deze verkennende studie.
Overzicht van de wetenschappelijke literatuur
Extreemrechts in Nederland
In de zoektocht naar een definitie van extreemrechts is de conclusie getrokken
dat het fenomeen te ingewikkeld is om te definiëren en dat daardoor geen enkele
2 De keuze voor deze drie groeperingen lichten we nader toe in de methodologische verantwoor‐
ding.
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definitie sluitend3 is (voor een overzicht, zie Van Donselaar, 2009; De Waele,
2013). Onder extreemrechtse groeperingen verstaan we in deze bijdrage, in
navolging van de jaarlijkse rapportage ‘Racisme, antisemitisme en extreemrechts
geweld in Nederland’ (Tierolf e.a., 2018, 6), organisaties met een ideologie die
wordt gekenmerkt door ‘(varianten van) oriëntatie op het “eigene”, (varianten
van) afkeer van het “vreemde”, waarbij een onderscheid tussen het “eigene” en
het “vreemde” primair gebaseerd is op etnische verschillen’.
De afbakening van het ‘eigene’ zit, ondanks dat dit op diverse manieren wordt
vormgegeven, altijd in het hart van de ideologie van extreemrechts en kent over
het algemeen een etnisch aspect. Ook het ‘vreemde’ heeft een centrale plek en
afhankelijk van de ideologische achtergrond, context en tijdsperiode wordt dit
etnisch ‘vreemde’ op verschillende manieren geformuleerd: van biologisch afgeba‐
kende groepen zoals ‘zwarten’ of ‘joden’ tot meer nationaal, etnisch of religieus
afgebakende groepen als ‘Marokkanen’, ‘buitenlanders’, ‘asielzoekers’ of ‘moslims’
(Wagenaar, 2017, 35). Ondanks deze verschillen wordt de kern gevormd door de
afbakening van het ‘vreemde’ door datgene wat het ‘eigene’ niet is (Wagenaar,
2016, 42).
Sinds het einde van de Tweede Wereldoorlog is het begrip extreemrechts emotio‐
neel en moreel beladen (Moors e.a., 2009, 82), omdat het verschijnsel associaties
oproept met massamoord, vernietiging en verovering (Van der Valk & Wagenaar,
2010, 29). Na 1945 is er sprake geweest van een politiek en sociaal isolement van
extreemrechtse groeperingen, hetgeen gepaard ging met allerlei repressiemaatre‐
gelen. Het is een overlevingsstrategie van extreemrechts geworden om de ideolo‐
gische opvattingen te verhullen en een gematigde of aangepaste boodschap te ver‐
spreiden. Het verhullen van deze eigenlijke ideeën noemt Van Donselaar (1991,
15-17) het aanpassingsdilemma. Dit dilemma heeft betrekking op negatieve reac‐
ties waardoor extreemrechtse formaties hun eigen identiteit matigen of verhullen
om sancties of stigmatisering te voorkomen (Van der Valk & Wagenaar, 2010,
30). Van der Valk en Van der Schans (2011, 12) stellen dat veel extreemrechtse
organisaties zich ‘onder invloed van het aanpassingsdilemma “backstage” vaak in
mindere mate laten leiden door de repressieve dreiging dan “frontstage”’. Het aan‐
passingsdilemma zou resulteren in verschillen tussen ‘frontstage en backstage
performances’ en ‘achter de schermen’ zou de ‘ware identiteit’ beter zichtbaar
zijn4 (Van der Valk & Van der Schans, 2011, 12).
De termen frontstage en backstage zijn schatplichtig aan het werk van Erving Goff‐
man, die in The presentation of self in everyday life (1959) de manier analyseert
waarop het individu in alledaagse situaties zichzelf en zijn activiteiten presenteert
3 Mudde (1995, 218-219) heeft een patroon ontdekt in verschillende definities van extreemrechts,
waarbij vijf kenmerken veelvuldig worden benoemd, namelijk: nationalisme, racisme, xenofobie,
antidemocratie en de sterke staat. Daarnaast constateren Moors en collega’s (2009, 87) dat er
enkele elementen zijn die de laatste vijf decennia telkens terugkeren, namelijk: pluriformiteit
(organisaties komen en gaan, fuseren en splitsen), onderlinge verdeeldheid en versplintering,
geringe organisatorische stabiliteit en pogingen om tot meer eenheid te komen.
4 Onderzoek naar racisme brengt onder de noemer van ‘two-faced racism’ (Picca & Feagin, 2007)
een vergelijkbare dynamiek naar voren, waarbij eveneens gebruik wordt gemaakt van het drama‐
turgisch perspectief van Goffman.
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aan anderen. Uit de toepassing van het dramaturgisch idioom van Goffman kan
worden afgeleid dat het in kaart brengen en duiden van de overtuigingen van
extreemrechtse groeperingen of individuen geen sinecure is. Zo stellen Van der
Valk en Van der Schans (2011, 12) dat waarnemers, in het bijzonder onder
invloed van het aanpassingsdilemma, ‘alleen een gefilterde, gematigde boodschap’
te zien krijgen en dat ‘het definiëren en afbakenen op basis van alleen de open‐
bare boodschap van potentieel extreemrechtse organisaties onvoldoende houvast
biedt’.
Online (rechts)extremisme
Deze ‘onzichtbaarheid’ van extreemrechtse identiteiten en ideologieën, waar
meerdere auteurs naar verwijzen in Nederland (Van Donselaar, 1991, 15; Moors
e.a., 2009, 87; Van der Valk & Wagenaar, 2010, 30; Van der Valk & Van der
Schans, 2011, 12), lijkt echter vooral van toepassing te zijn op offline interacties
en uitingen. Online komen groeperingen en individuen doorgaans expliciet uit
voor hun extreemrechtse overtuigingen. Zo beschrijven De Koster en Houtman
(2008, 1171) in hun analyse van Stormfront het forum als ‘a stage for the display
of extreme right identities’. Volgens de auteurs kan participatie op het forum
voor veel van de reguliere bezoekers begrepen worden ‘as a reaction to negative
experiences because of a “spoiled identity” – as a reaction to stigmatization’ (De
Koster & Houtman, 2008, 1171). Behalve specifieke websites en fora met rechts-
extremistische content, zoals Stormfront (Bowman-Grieve, 2009), kunnen deep-
en darkwebpagina’s en ongemodereerde fora, zoals 4chan, 8chan en Reddit (Haw‐
ley, 2017; Nagle, 2017), en mainstream-socialmedia als Facebook (Pauwels e.a.,
2014; Ben-David & Matamoros-Fernández, 2016) fungeren als een vergelijkbaar
podium voor extreemrechtse overtuigingen.
Naast het tot uiting brengen van extreemrechtse ideeën en identiteiten wordt er
in wetenschappelijk onderzoek naar het gebruik van digitale mogelijkheden door
extreemrechts nog een aantal verschillende doelen onderscheiden. Hierbij valt te
denken aan het delen van extreemrechtse propaganda, (direct) communiceren
met gelijkgestemden en het vormen van virtuele netwerken en gemeenschappen
met een collectieve identiteit (Pauwels e.a. 2014, 55-61; Gerstenfeld e.a., 2003).
De virtuele wereld wordt door extreemrechtse groeperingen bovendien gebruikt
voor rekrutering (Perry & Olsson, 2009), en ook voor de verkoop van producten,
zoals merchandise of muziek (Gerstenfeld e.a., 2003). Bovendien kan het internet
gebruikt worden om rechts-extremistisch geweld te verheerlijken of te bagatelli‐
seren (NCTV, 2018b).
De online aanwezigheid van extreemrechts wordt in de wetenschappelijke litera‐
tuur aangeduid met de inwisselbaar gebruikte termen online of virtueel extre‐
misme, online hate of cyberhate (zie o.a. Perry & Olsson, 2009; Chetty & Alathur,
2018). Online extremisme kan verschillende vormen aannemen, waaronder stere‐
otypering, het toeschrijven van persoonlijke en maatschappelijke problemen aan
een specifieke groep, maar ook ‘advocating discrimination against a group, or
advocating violence’ (Hawdon e.a., 2018, 2). In deze voorbeelden lijkt er, net als
in het onderzoek van De Koster en Houtman (2008) en andere studies naar
extreemrechts op het internet, online geen sprake te zijn van het aanpassingsdi‐
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lemma. Een select gezelschap op afgeschermde websites of fora – of iedereen met
een internetverbinding wanneer het gaat om social media – krijgt zicht op
extreemrechtse ideologieën, identiteiten en ideeën die tot uiting gebracht worden
door zowel groeperingen als individuen. Dit overzicht van de wetenschappelijke
literatuur roept de vraag op hoe extreemrechtse groeperingen in Nederland
gebruik maken van social media.
Methoden
Om zicht te krijgen op de wijze waarop extreemrechtse groeperingen gebruik
maken van social media zijn de berichten van drie groeperingen op diverse social
media in het jaar 2017 geanalyseerd. In deze studie zijn de NVU, Pegida en Voor‐
post bestudeerd. De keuze voor deze drie groeperingen werd ingegeven door het
feit dat zij ieder een andere categorie vertegenwoordigen van de ideologische5
overtuigingen van extreemrechtse groepen die in Nederland worden onderschei‐
den (Wagenaar, 2016, 43-48). Ten eerste zijn er in Nederland zogenaamde identi‐
taire formaties, zoals het Identitair Verzet en Voorpost, die streven naar een
ideaal van een homogeen Nederlands volk binnen het gebied waar dit volk histo‐
risch gezien is gevestigd. Ten tweede zijn er neonazistische formaties, zoals de
NVU en Blood & Honour, die het ‘eigene’ en het ‘vreemde’ definiëren vanuit bio‐
logisch-racistische kenmerken, waarbij het blanke ras biologisch superieur is aan
andere rassen. Ten slotte zijn er de zogenaamde nieuwrechts-radicale formaties,
zoals Pegida en Erkenbrand, die, in tegenstelling tot vorenstaande categorieën,
geen uitgesproken identitair of neonaziprofiel hebben. Desondanks worden zij op
basis van hun ideologie, activiteiten en achterban tot het extreemrechtse veld
gerekend, temeer omdat zij een uitgesproken onderscheid op etnische gronden
tussen het ‘eigene’ en het ‘vreemde’ hanteren, gecombineerd met een hang naar
een meer autoritaire samenleving (Wagenaar, 2016, 43-48; 2017, 36-42).
In onze selectie van de drie extreemrechtse groeperingen zijn alle drie de voor‐
noemde categorieën vertegenwoordigd. De specifieke keuze voor Voorpost, de
NVU en Pegida is pragmatisch van aard geweest: tijdens de start van de dataver‐
5 Naast ideologie worden er in de jaarlijkse rapportage ‘Antisemitisme, racisme en extreemrechts
geweld in Nederland’ (Tierolf e.a., 2017) twee concepten gebruikt om naar het extreemrechtse
gehalte van een organisatie te kijken. Met de indicator ‘sociale genealogie’ wordt beoordeeld in
welke mate een (nieuwe) formatie voortkomt uit of onderdak biedt aan bekende extreemrechtse
personen uit andere formaties (Van Donselaar, 1991). Extreemrechtse groeperingen ontstaan
niet zomaar, maar komen meestal voort uit andere extreemrechtse formaties (Van Donselaar,
1991, 16-17). De ‘magneetfunctie’ heeft betrekking op de mate waarin bestaande organisaties
zich aangetrokken voelen tot een nieuwe extreemrechtse speler (Wagenaar, 2016, 42), waarbij
het van belang is in hoeverre zij aantrekkingskracht uitoefenen op personen die blijk hebben
gegeven van uitgesproken extreemrechtse sympathieën (Davidović e.a., 2008, 170). Een laatste
aanvullend en belangrijk element om extreemrechtse groeperingen te duiden is het zogenaamde
tweeledige vijandbeeld (Wagenaar & Van Donselaar, 2008, 20). Dit wil zeggen dat er aan de ene
kant een afkeer is van de volksvreemden, daarmee wordt tegenwoordig veelal gedoeld op alloch‐
tonen in zijn algemeenheid. Daarnaast heeft volksvijandigheid betrekking op de afkeer van poli‐
tieke tegenstanders. Hierbij kan het gaan om antifascistische activisten en demonstranten, maar
ook om meer gevestigde politici en bestuurders.
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zameling bleken deze drie groeperingen het meest actief te zijn op socialmedia‐
platforms. De toegang tot de online omgevingen is verkregen zonder de accounts
te liken of te volgen. De data die ten grondslag liggen aan deze bijdrage zijn voor
iedereen met een internetverbinding openbaar, vandaar dat er geen noodzaak
bestond tot het liken of volgen van de accounts.
Van de NVU en Voorpost zijn de officiële Facebookpagina’s bestudeerd. Bij Pegida
was dat niet mogelijk, aangezien de berichten van Pegida op Facebook niet volle‐
dig zichtbaar zijn. Na meermaals proberen en na navraag bij Pegida Nederland,
door middel van een privébericht op Facebook, is duidelijk geworden dat de
berichten van Pegida slechts zeven dagen zichtbaar zijn. Pegida heeft, naar eigen
zeggen, dit besluit genomen om controle te hebben op hun berichten, aangezien
er in het verleden misbruik is gemaakt van oudere berichten. Om voornoemde
reden is ervoor gekozen om de berichten op Instagram en VK6 en een gedeelte
van de berichten op Twitter te bestuderen.
Op 11 januari 2018 werd begonnen met het verzamelen van de berichten via
social media. Omwille van de haalbaarheid is ervoor gekozen om alle berichten die
door de NVU, Voorpost en Pegida in het jaar 2017 op hun socialmedia-accounts
zijn geplaatst te verzamelen. Dit resulteerde in eerste instantie in een totaal van
1.511 berichten, die in de vorm van screenshots zijn opgeslagen. Van deze 1.511
berichten zijn diverse, overwegend dubbele berichten verwijderd. Bij de NVU
waren er 76 berichten die al eerder waren gedeeld en diverse dubbele berichten
waarin enkel een video is geplaatst of waarin iets te koop werd aangeboden. Deze
zijn alle verwijderd en in totaal zijn er 627 berichten van de NVU meegenomen in
dit onderzoek. Het aantal berichten van Pegida is teruggebracht door alle retweets
te verwijderen. Er zijn 103 retweets verwijderd, waardoor er van de 185 berichten
82 berichten zijn meegenomen in dit onderzoek. De berichten van Pegida op
Instagram (78) en VK (42) zijn alle meegenomen in de analyse. Van de 503
berichten van Voorpost zijn er 200 verwijderd. Voornamelijk dubbele berichten
over verkooppromotie en herhaaldelijke uitnodigingen voor bijeenkomsten en
evenementen zijn verwijderd. Uiteindelijk zijn enkel de berichten geselecteerd die
door de drie groeperingen zelf zijn geplaatst op hun respectievelijke tijdlijnen. In
totaal gaat dit om 1.132 berichten (zie tabel 1).
De 1.132 berichten zijn in verschillende fases geanalyseerd. In de eerste fase lag
de nadruk op het segmenteren van de data en het toekennen van codes. Hierbij is
onder andere gebruik gemaakt van thematische codes die werden ontleend aan de
bestudeerde literatuur (Evers, 2015, 92), zoals haat, functies social media en
geweld. Na deze eerste codeerfase zijn in de tweede fase analysetactieken ingezet
om onder andere relaties tussen codes te leggen. Het ging hierbij om het lezen en
herlezen van de geordende datasegmenten om het nader te kunnen duiden, maar
ook om het toekennen van open codes aan de segmenten waar de deductieve
codes geen of maar in beperkte mate recht deden aan het empirisch materiaal
(Evers, 2015, 68). Zo werd de thematische code ‘haat’ in eerste instantie gebruikt
6 VK staat voor VKontakte, dit is een van oorsprong Russisch socialmediaplatform dat wereldwijd
gebruikt wordt.
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voor alle vormen en uitingen van haat en is dit in de tweede codeerfase gespecifi‐
ceerd naar haat richting bepaalde groeperingen, zoals vluchtelingen, migranten
en moslims. De resultaten van de eerste en tweede analysefase zijn vervolgens
overstijgend met elkaar in verband gebracht (Evers, 2015, 120). Deze derde fase
omvatte de nadere precisering van de bevindingen in de vorm van patronen, ver‐
schillen en overeenkomsten tussen de manieren waarop de drie extreemrechtse
groeperingen gebruik maken van social media.
Resultaten
Onze analyse van de officiële socialmedia-accounts van de NVU, Pegida en Voor‐
post geeft zicht op drie overkoepelende manieren waarop deze groeperingen
gebruik maken van sociale media: (1) het uitdragen van extreemrechtse ideolo‐
gieën, (2) de constructie van een groepsidentiteit en (3) oproepen tot (democrati‐
sche) vormen van verzet. Hiernaast blijkt uit onze analyse dat er in het gebruik
van social media door de NVU, Pegida en Voorpost een online variant op het aan‐
passingsdilemma valt waar te nemen. Voordat we deze resultaten nader uitdie‐
pen, beginnen we met een korte beschrijving van de drie extreemrechtse groepe‐
ringen, de hoeveelheid volgers en likes op social media en een schets van de
inhoud van de berichten.
De extreemrechtse groeperingen op social media
• NVU: ‘Lang leven de open grenzen’
De NVU is in 1971 opgericht en heeft zich in de jaren zeventig ontwikkeld tot een
openlijk nationaalsocialistische partij met verzet tegen immigratie als belangrijk
speerpunt (Van der Valk & Wagenaar, 2010, 33; Wagenaar, 2017, 31). Omstreeks
1974 krijgt de NVU landelijke bekendheid. Vervolgens is er meerdere keren
Tabel 1 Aantal berichten meegenomen in het onderzoek
NVU Pegida Voorpost
Facebook
Aantal berichten 703 503
Aantal verwijderd 76 200
Twitter (periode 19 t/m
31 december 2017)
Aantal tweets 82
Aantal verwijderd (Retweets) 103
Instagram
Aantal berichten 78
VK
Aantal berichten 42
Totaal 627 202 303 1.132
Tijdschrift voor Criminologie 2019 (61) 3
doi: 10.5553/TvC/0165182X2019061003001
231
Dit artikel uit Tijdschrift voor Criminologie is gepubliceerd door Boom criminologie en is bestemd voor anonieme bezoeker
Robby Roks & Jolijn van der Schoot
geprobeerd om de NVU te verbieden. Ondanks dat dit in eerste instantie is
gelukt, is de NVU in beroep gegaan tegen dit verbod. De Hoge Raad heeft de NVU
in het gelijk gesteld, waardoor de partij kon blijven voortbestaan. In de jaren tach‐
tig stopte de NVU haar activiteiten, waarna zij in de jaren negentig opnieuw is
opgericht (Wagenaar, 2017, 31).
Op de website7 van de NVU noemen zij zichzelf ‘de radicaalste partij in Nederland
die het volksnationalisme uitdraagt’. De NVU is, naar eigen zeggen, met een onge‐
kende professionele opmars bezig en met een enorme groei van het aantal offline
leden. Op socialmediaplatform Facebook heeft de NVU bij aanvang van de data‐
verzameling (11 januari 2018) 2.790 volgers en krijgt de Facebookpagina van de
NVU 2.844 likes. De opmars die volgens de NVU offline valt waar te nemen, lijkt
zich in mindere mate voor te doen op social media: het populairste bericht heeft
201 likes ontvangen. In dit bericht werd opgeroepen tot nationaal verzet naar
aanleiding van een demonstratie van de actiegroep ‘Kick Out Zwarte Piet’, waarbij
voorstanders van Zwarte Piet de weg hebben geblokkeerd.
De NVU wordt beschouwd als een zogenaamde neonazistische formatie, die het
‘eigene’ en het ‘vreemde’ definieert vanuit biologisch-racistische kenmerken,
waarbij het blanke ras biologisch superieur is aan andere rassen (Wagenaar, 2016,
43-48). Afgaande op de berichten op social media lijkt ‘de Nederlandse identiteit’
een belangrijk onderwerp voor de NVU. Opmerkelijk genoeg wordt op basis van
de berichten van de NVU maar in beperkte mate duidelijk waar de sociale con‐
structie van ‘de Nederlandse identiteit’ uit is opgemaakt en waar het ‘eigene’ naar
verwijst. Een uitzondering hierop is de oproep in meerdere berichten dat er een
verbod zou moeten komen op het praten in vreemde talen op straat.
Wel besteedt de NVU meerdere berichten aan de sociale constructie van ‘de
Ander’ (Geelhoed & Siegel, 2016, 5) in de vorm van het tonen van de afkeer van
het ‘vreemde’. Meermaals bericht de NVU dat ‘de Nederlandse identiteit’ wordt
aangetast door de komst van vreemdelingen, of dat nu (arbeids)migranten zijn of
(oorlogs)vluchtelingen, iets dat met het nodige sarcasme gevangen wordt in:
‘Lang leve de open grenzen!’F8 Daarnaast post de NVU in een bericht onder
andere het volgende: ‘Nog meer gelukszoekers, ja joh het kan niet op! De Neder‐
lander hard werken en belasting betalen! De gelukszoekers van onze sociale voor‐
zieningen profiteren en jaren in de bijstand’F. Ook richt de NVU zich meermaals
specifiek op de islam, zoals: ‘De haat tegen de radicale jihadistische islam, groeit
met de seconde! Uitroeien dit addergebroed!’F
• Pegida: ‘#noislamjustfreedom’
Pegida, medio 2015 opgericht in Duitsland en sinds het najaar van datzelfde jaar
actief in Nederland, wordt gezien als een van de nieuwe rechts-radicale groepen.
De afkorting staat voor ‘Patriotische Europäer gegen die Islamisierung des Abend‐
7 Zie http://nvu.info/geschiedenis.html, laatst bezocht op 21 juni 2019.
8 Letterlijke citaten zijn voorzien van een code om aan te geven van welk socialmediaplatform het
bericht afkomstig is. F verwijst naar Facebook, T naar Twitter, I naar Instagram en V naar VK.
Meerdere codes bij hetzelfde citaat wil zeggen dat het citaat letterlijk op dezelfde manier op ver‐
schillende platforms is geplaatst.
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landes’ (Wagenaar, 2016, 47). Pegida richt zich, afgaande op teksten op de offici‐
ele website,9 voornamelijk tegen de komst en opvang van vluchtelingen, aange‐
zien zij West-Europese volkeren wil beschermen tegen de bedreigingen die
samenhangen met migratie. Een belangrijk speerpunt lijkt echter de toenemende
islamisering te zijn. In het kader van dit onderzoek zijn meerdere socialmedia‐
platforms van Pegida bestudeerd. Op Facebook had de groepering tijdens de aan‐
vang van de dataverzameling 6.008 likes en 6.360 volgers, op Twitter 9.379 likes
en 3.271 volgers, op Instagram rond de 1.000 volgers en op VK 79 volgers. Het
aantal volgers verschilt per platform, maar 231 is het meeste likes dat een bericht
van Pegida op de verschillende socialmedia-accounts ontving. In dit bericht wenst
Pegida ‘alle Patriotten een gezond, gelukkig en strijdbaar 2018’T en benoemt
daarbij op weg te zijn naar ‘een Islamvrij Nederland’T.
De afkeer van de islam die centraal staat in het acroniem Pegida komt ook promi‐
nent naar voren in de berichten op de socialmedia-accounts, waar het merendeel
van de aandacht zich richt tegen de islam, zoals ‘vrijheid eindigt waar islam
begint’I,V. Ook met de terugkerende kreet ‘#noislamjustfreedom’T,I,V probeert
Pegida tegenwicht te bieden aan de door haar ervaren islamisering en geeft ze aan
Nederland islamvrij te willen maken. In de berichten worden verschillende ele‐
menten en associaties met de islam hevig bekritiseerd. Zo worden boerka’s door
Pegida aangeduid als ‘vuilniszakken’I en een hoofddoek als een ‘kopvod’T,I.10 Dat
Pegida geen blad voor de mond neemt om online haar afkeer te uiten van de
islam, blijkt onder meer uit de volgende teksten: ‘Fijne Pinksterdagen wensen wij
alle niet Moslims, de Moslims wensen wij een Fuck Ramadan!#Pegida’T,I en ‘Zoals
altijd vieren weer vele moslims feest, omdat een aanhanger van Pedo Mohammed
weer eens een terreur aanslag pleegde’T,I.
• Voorpost: ‘Wie islam zaait, zal sharia oogsten!’F
De Vlaams-Nederlandse actiegroep Voorpost is in de jaren zeventig van de vorige
eeuw opgericht. Voorpost vormt één organisatie in Vlaanderen en Nederland,
waarbij er sprake is van een aparte structuur in de twee landen met twee voorzit‐
ters en twee actieleiders. Voorpost verzet zich tegen alle gepercipieerde ‘bedrei‐
gingen’ van het Nederlandse volk, die volgens haar voornamelijk bestaan uit
immigratie, de islam en Amerikaanse culturele invloeden. Voorpost kent volgens
Wagenaar (2016, 44-45) in Nederland een beperkt aantal activisten, weinig
publieke activiteiten en geringe publieke belangstelling. Op social media lijkt dit
echter anders te zijn en heeft Voorpost in vergelijking met de andere groeperin‐
gen de meeste likes en volgers: 8.754 likes en 8.62511 volgers tijdens de aanvang
van de dataverzameling (11 januari 2018). De volgers van dit account lijken
bovendien in vergelijking actiever dan de volgers op de accounts van de NVU en
Pegida. Berichten van Voorpost werden veelvuldig geliket – waarbij het maximum‐
9 Zie http://pegidanederland.com/, laatst bezocht op 21 juni 2019.
10 ‘Kopvod’ is een term die o.a. door Geert Wilders is gebruikt en voorheen door andere extreem‐
rechtse groeperingen is gehanteerd.
11 Wel dient hierbij opgemerkt te worden dat het niet enkel om volgers uit Nederland gaat, maar zij
ook afkomstig (kunnen) zijn uit België.
Tijdschrift voor Criminologie 2019 (61) 3
doi: 10.5553/TvC/0165182X2019061003001
233
Dit artikel uit Tijdschrift voor Criminologie is gepubliceerd door Boom criminologie en is bestemd voor anonieme bezoeker
Robby Roks & Jolijn van der Schoot
aantal likes dat een bericht kreeg 449 was – en gedeeld. In dat bericht is een
afbeelding geplaatst over de verschillen tussen Zwarte Pieten in het jaar 1960 en
2017.
Wat betreft de inhoud van de berichten op social media lijkt Voorpost zich tussen
de NVU en Pegida in te begeven. Voorpost gebruikt de berichten op haar socia‐
lmedia-accounts om haar afschuw van de multiculturele samenleving in zijn alge‐
meenheid kenbaar te maken, maar zij benadrukt daarbij ook de problemen
rondom de islam. Terrorisme is een van de onderwerpen die Voorpost aangrijpt
om haar xenofobe standpunten kracht bij te zetten. Hierbij gebruikt zij veelvuldig
de slogan ‘Géén jihad in onze straat’F. Dat er terroristische aanslagen worden
gepleegd, lijkt voor Voorpost een vanzelfsprekendheid door het politieke beleid
dat binnen de EU wordt gevoerd: ‘Wie islam zaait, zal sharia oogsten!’F
‘Kameraad’F: de constructie van een groepsidentiteit
Het hiervoor geschetste overzicht van de aard van de berichtgeving geeft zicht op
een eerste functie van social media: de online aanwezigheid wordt door de drie
groeperingen gebruikt om hun respectievelijke ideologie uit te dragen en over te
brengen. De socialmedia-accounts worden echter voor meer gebruikt dan enkel
het eenzijdig zenden van informatie in de vorm van het communiceren van
extreemrechtse ideeën en ideologieën. In hun analyse van het webforum Storm‐
front laten De Koster en Houtman (2008) zien dat onder de bezoekers van het
forum een gevoel van gemeenschap en eenheid ontstaat. Ook op social media valt
het construeren van een gemeenschap van gelijkgestemden en specifieke groeps‐
identiteiten waar te nemen. In de berichten op de door ons bestudeerde socialme‐
dia-accounts komt dit op twee specifieke manieren tot uitdrukking. Ondanks dat
het erop lijkt dat het merendeel van de personen uit deze online groepen elkaar
nog nooit hebben ontmoet, kan er een zekere verbondenheid worden waargeno‐
men en zelfs, zeker in combinatie met de uitgedragen extreemrechtse ideologieën
op de respectievelijke socialmedia-accounts, een groepsidentiteit. Dit komt het
meest prominent tot uitdrukking in het gehanteerde taalgebruik op social media.
Bij de NVU wordt veelal gesproken over ‘kameraad’F en ‘volksgenoten die paraat
stonden voor vlag, volk en staat’F. Bij Pegida spreken personen elkaar voorname‐
lijk aan met ‘patriot’T, wat vaderlandslievend betekent. Bij Voorpost wordt, ten
slotte, de term ‘militanten’F gebruikt. Daarnaast is de term ‘houzee’F,T, een strijd‐
groet die door de NSB is geïntroduceerd, door alle drie de groeperingen gebruikt.
De groepsidentiteit komt daarnaast tot uitdrukking in het dragen van symbolen,
zoals kenmerkende kleding met daarop de prinsenvlag afgebeeld of de tekst: ‘Een
hart voor eigen volk’F. Er valt bovendien een zekere marketing en commodificatie
van de extreemrechtse ideologieën (Moufahim & Humphreys, 2015) waar te
nemen op social media: er worden sieraden te koop aangeboden, zoals een ketting
met een hanger van een levensboom, oorbellen met de ‘Algiz-rune’ – een teken
dat duidt op bescherming, maar ook werd gebruikt door de nazi’s (Etter, 2001,
60-62) – en polsbandjes met daarop de tekst ‘Onafhankelijkheid’F. Daarnaast
worden dvd’s, cd’s, vlaggen en boeken onder de aandacht gebracht. Op social
media verwijzen de NVU en Voorpost meermaals naar hun websites, waar even‐
eens diverse artikelen te koop worden aangeboden. Ook worden er posters
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verspreid met onder andere de volgende slogans: ‘Handen af van onze tradities’F,
‘Stop cultuurmarxisme’F, ‘Stop ritueel slachten’F of ‘Stop de EU-dictatuur!’F Pegida
lijkt zich minder te richten op de verkoop van producten, maar zij gebruikt social
media om donaties te verkrijgen voor de ‘Stichting Vrienden van Pegida’.12
Bovendien wordt er op de socialmedia-accounts gecommuniceerd over aanko‐
mende meerdaagse kampen om activisten te ‘vormen’, stadswandelingen en
informatie- en vormingsavonden13 die de groepsidentiteit van de volgers kunnen
versterken.
‘Kom in verzet’F
Naast het uitdragen van de ideologie en het construeren van een gevoel van
gemeenschap worden de socialmedia-accounts ook gebruikt om volgers op te roe‐
pen in actie te komen. De NVU is voornamelijk actief met oproepen rondom de
intocht van Sinterklaas, middels de slogan: ‘Komt allen legaal in verzet!’F Daar‐
naast roept de NVU haar volgers op tot verzet met oneliners als: ‘Baas in eigen
land! Grenzen dicht nu!’F, ‘NATIONAAL VERZET NU!’F, ‘BREEK HET KOOSJER‐
KARTEL!’F en ‘Stop de multiculturele terreur!’F Ook Pegida roept met regelmaat
op om haar acties te ondersteunen, zoals: ‘Tijd voor de echte patriotten om in ver‐
zet te komen!’T, ‘Laten we samen op 15 maart met onze stem de aftrap gaan
geven, dat de islam uit Nederland word verdreven’I en ‘Stop bouw MEGA moskee
in Enschede met 25 meter hoge minaret! #VERZET zal niet stoppen, meer #acties
zullen volgen!’I Naast de oproepen tot verzet lijkt Pegida vooral mensen uit te
nodigen om bij een actie aanwezig te zijn: ‘Wij nodigen je uit om morgen aanwezig
te zijn’I,V of ‘Kom je ook morgen?’I,V
Voorpost probeert haar volgers te activeren door meermaals te berichten over
verzet middels slogans als ‘#Kominverzet’F en ‘Kom met Voorpost in ’t offen‐
sief!’F, of de kreet ‘Blijf niet kalm sta op en herover jouw land!’F Het merendeel
van de online oproepen heeft betrekking op offline acties die door de groeperin‐
gen worden georganiseerd en waarmee wordt getracht de offline aanhang te ver‐
groten. Daarbij lijkt dat het aantal online volgers niet overeenkomt met de offline
aanwezigheid van sympathisanten. Online hebben de groeperingen een groot
aantal volgers, die meermaals de bereidheid hebben uitgesproken om in actie te
komen. Offline blijft het activisme echter beperkt. Alle drie de groeperingen
geven op social media aan dat het geen zin heeft om enkel online te sympathise‐
ren met extreemrechtse groeperingen: mensen dienen ook daadwerkelijk offline
en fysiek in actie te komen. Het volgende bericht, geplaatst door Voorpost, is wat
dat betreft illustratief: ‘Bij iedere aanslag een kaarsje opsteken, je profielfoto ver‐
anderen en meelopen in door de overheid georganiseerde protestmarsen helpt
niet… kom uit je luie zetel en kom zelf in verzet!’F
12 Deze stichting is op 9 februari 2018 opgericht met het doel om Pegida Nederland te ondersteu‐
nen, door merchandising en het verkopen van artikelen met relevantie voor de doelstellingen,
het organiseren van activiteiten en het financieel bijdragen aan de gemaakte kosten voor de orga‐
nisatie, acties en demonstraties.
13 Een van de vormingsavonden had betrekking op de rechten en plichten van Voorpostactivisten
tijdens acties en betogingen. Tijdens deze vormingsavond werd informatie gedeeld over de wijze
waarop men actie moet voeren, over aanhoudingen en het gebruik van social media.
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Ondanks dat de groeperingen oproepen om vreedzaam actie te voeren, hebben
sommige acties een provocerend karakter. De patrouilles die Voorpost zou heb‐
ben uitgevoerd in de duinen van Hoek van Holland op zoek naar illegalen, zoals is
weergegeven in figuur 1, kunnen als provocerend worden beschouwd, nog onge‐
acht of deze patrouilles daadwerkelijk hebben plaatsgevonden. Bij dit bericht
heeft Voorpost een video geplaatst waarin te zien is dat mannen met banden van
Voorpost om hun armen door de duinen lopen en bunkers doorzoeken. De afslui‐
ting van de video is: ‘Nieuwsgierig geworden of heb jij ook het gevoel dat Neder‐
land jouw land niet meer is? Sluit je dan bij ons aan en kom in verzet!’F
Figuur 1 Bericht van Voorpost op Facebook
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Het aanpassingsdilemma online
Alle drie de extreemrechtse groeperingen gebruiken hun accounts om hun ideolo‐
gie uit te dragen. De berichten van de drie extreemrechtse groeperingen lijken
daarbij maar in beperkte mate expliciete uitingen van haat te bevatten. Dit lijkt
niet zozeer het gevolg van het aanpassingsdilemma en het feit dat de NVU, Pegida
en Voorpost hun vreemdelingenhaat of xenofobische standpunten online niet
(willen) uitdragen, maar dient eerder gezien te worden als het product van de
gebruikersvoorwaarden van de verschillende socialmediaplatforms. Ben-David en
Matamoros-Fernández (2016, 1168) stellen immers dat: ‘[f]or extremists, then,
the use of social media platforms such as Facebook means that they must adapt
their practices to the platforms’ terms of use’. Dit betekent onder andere dat het
plaatsen van berichten niet op een anonieme manier kan gebeuren, maar ook dat
gebruikers van socialmediaplatforms zich moeten houden aan de regels van
Twitter14 of van de ‘community’ van Facebook:
‘We definiëren haatdragend taalgebruik als een directe aanval op mensen op
basis van wat we beschermde kenmerken noemen: ras, afkomst, nationaliteit,
religie, seksuele geaardheid, kaste, sekse, geslacht, genderidentiteit, of ern‐
stige ziekten of beperkingen. We bieden ook bescherming voor immigratie‐
status. We definiëren een aanval als gewelddadig of mensonterend taalge‐
bruik, beweringen over minderwaardigheid en oproepen tot uitsluiting of
segregatie.’ (https://nl-nl.facebook.com/communitystandards/objectionable
_content)
In de gebruikersvoorwaarden wordt bovendien geëxpliciteerd dat de technologie‐
bedrijven zo veel mogelijk proberen om potentiële offline schade te beperken,
onder andere door het actief verwijderen van haatdragend taalgebruik dat aanzet
tot ernstig geweld, of het verwijderen van accounts.
Ondanks dat sommige van de berichten op de officiële accounts van de NVU,
Pegida en Voorpost in deze bijdrage wel degelijk vallen aan te merken als haatdra‐
gend taalgebruik conform vorenstaande definitie, lijkt het merendeel van de
geplaatste digitale content zich te hebben geschikt naar de gebruikersvoorwaar‐
den van de respectievelijke platforms. De extreemrechtse ideologie wordt daar‐
mee online niet verhuld, maar de vorm van de boodschap en het taalgebruik lijken
wel te worden aangepast. Dit wordt in het bijzonder duidelijk wanneer de berich‐
ten vergeleken worden met de reacties op de posts op de officiële socialmediaplat‐
forms: de reacties zijn vele malen extremer en radicaler te noemen. De heftige
aard van deze uitingen kan worden geïllustreerd door de reactie op een bericht
over een persoon met een donkere huidskleur die vermoedelijk een strafbaar feit
had gepleegd, en resulteert in reacties als: ‘tyfus hond’I, ‘kut slaaf’I en ‘vuile kan‐
ker aap’I. Onder berichten over de islam en moslims vallen reacties te lezen als
‘Moslim tuig’F,T, ‘ziek volk’T, ‘onkruid’T, ‘Altijd weer die kut islam wat voor proble‐
men zorgd… gewoon bom erop en opgeruimd staat netjes’T.
14 Zie https://help.twitter.com/en/rules-and-policies/hateful-conduct-policy.
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Naast de scheldwoorden en expliciete beledigingen bevatten de reacties ook
gewelddadige verwijzingen: ‘Aan de auto vastbinden en meeslepen’I, ‘Volgende
keer tussen de ogen mikken’I, ‘In het zwavelzuur ermee anders blijft er nog zwerf‐
vuil achter ook’F, ‘Een autoband rond zijn nek en in brand steken’F, ‘Hopelijk ver‐
zuipen ze’F of ‘Afschieten is de beste oplossing’F. Aan de ene kant kan in deze ver‐
harding het ‘online disinhibition effect’ (Suler, 2004) worden herkend, waarbij de
(gepercipieerde) anonimiteit van de socialmediagebruikers bijdraagt aan extreme
en gewelddadige reacties op het internet, zoals bijvoorbeeld ook op nieuwsberich‐
ten op websites van kranten en andere nieuwsoutlets valt waar te nemen (zie o.a.
Ciftci e.a., 2017). Aan de andere kant kunnen deze specifieke reacties niet los
worden gezien van de context: ze worden immers geplaatst onder berichten van
de NVU, Pegida en Voorpost. Dergelijke berichten hoeven, zoals figuur 2 van de
NVU illustreert,15 op zichzelf niet provocerend van aard te zijn.
Figuur 2 Reacties op een bericht van de NVU op Facebook
Ook de reacties op de berichten over geweldloze vormen van verzet tonen zich
aanzienlijk extremer. Daarin springt met name in het oog dat (enkele) volgers
teleurgesteld zijn in de democratische vormen van politiek verzet en dat zijzelf in
actie moeten komen, omdat er ‘zonder brutaal geweld niks zal veranderen’F. In
deze reacties op een tweet (figuur 3) van Pegida wordt dit eveneens geïllustreerd:
15 Wetenschappelijk onderzoek naar het gebruik van social media roept een aantal nieuwe ethische
dilemma’s op (Shlovski & Vertesi, 2012). Omdat online content in deze bijdrage centraal staat,
hebben we er niet voor gekozen om alle digitale statements ‘ungoogleable’ te maken, in het
bijzonder omdat hiermee een groot deel van het betekenisvolle empirische materiaal verloren
zou gaan. Wel hebben we gebruikersnamen, met uitzondering van de NVU, Voorpost en Pegida,
onherkenbaar gemaakt om directe herleidbaarheid en identificatie te voorkomen.
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Figuur 3 Reacties op een tweet van Pegida
Ook andere reacties bevatten expliciete oproepen om het heft in eigen handen te
nemen, zoals de volgende reactie op een bericht van de NVU op Facebook: ‘Ik
denk dat we ons zelf maar moeten beveiligen wat van deze overheid hoef je niets
te verwachten DUS NEDERLANDERS KOOP WAPENS EN BESCHERM JEZELF
EN JE FAMILIE’F.
Ondanks dat er in deze reacties niet gesproken kan worden van het aanpassings‐
dilemma, tonen (enkele) volgers zich wel degelijk bewust van de eventuele conse‐
quenties van deze posts, zoals blijkt uit de volgende reactie op een bericht van
Voorpost op Facebook: ‘Wij moeten onze mond maar houden overheid speurd het
internet af naar racisten op risico van vervolging ik denk niet dat dit goed blijft
aflopen’F. In het geval dat berichten namelijk dermate aanstootgevend zijn, kan,
naast dat de content wordt verwijderd, door Facebook en Twitter ook contact
worden gezocht met de autoriteiten. Bovendien maken overheidsdiensten in toe‐
nemende mate gebruik van social media in de opsporingspraktijk (Custers & Ver‐
gouw, 2016). Opvallend is dat de persoonlijke gegevens van diverse volgers open‐
lijk zichtbaar zijn. Op Facebook plaatsen mensen in het bijzonder hun (eigen)
naam en foto. Op Instagram en Twitter wordt meermaals gebruik gemaakt van
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aliassen; in de gebruikersnamen zijn termen genoemd als ‘blond’T,I, ‘blank’T,I of
‘Nederland’T,I met daarbij de Nederlandse vlag of de tekst ‘waard om voor te knok‐
ken’T.
Een aantal volgers geeft in de reacties aan ondervonden te hebben dat het plaat‐
sen van aanstootgevende reacties kan resulteren in het geblokkeerd of verwijderd
worden van Facebook. Dit lijkt menig volger echter niet af te schrikken, aangezien
er gemakkelijk een ander account kan worden aangemaakt op hetzelfde platform
of er overgestapt kan worden naar een ander socialmediaplatform. Op Twitter
wordt er om die reden verwezen naar Gab.ai, een van oorsprong Amerikaans soci‐
almediaplatform waar de vrijheid van meningsuiting centraal staat. Gab.ai wordt
beschouwd als een aantrekkelijke online omgeving om extreemrechts gedachte‐
goed te verspreiden (Zannettou e.a., 2018; Roose, 2018). Het idee heerst, zoals
blijkt uit het bericht hierna, dat op Facebook en Twitter niet (langer) openlijk een
mening kan worden geuit: ‘Wegens steeds meer censuur op Twitter en Facebook,
zijn we vanaf vandaag ook uit voorzorg actief op Gab.ai!’T
Discussie
Deze verkennende studie illustreert dat het gebruik van social media door groepe‐
ringen als de NVU, Pegida en Voorpost ertoe leidt dat extreemrechtse groeperin‐
gen niet langer enkel actief zijn in de marges en krochten van het internet, zoals
4chan of Stormfront, maar zichtbaar en openlijk op mainstream-socialmediaplat‐
forms (vgl. Winter, 2019). Onze eerste onderzoeksvraag richtte zich op het
gebruik van social media door de drie extreemrechtse groeperingen. We zien
daarbij allereerst dat voor zowel de NVU als Pegida en Voorpost social media een
rol spelen in het uitdragen van hun respectievelijke ideologieën. Hierbij valt op
dat de ideologische verschillen tussen deze drie groeperingen die in de literatuur
worden benoemd (o.a. Moors e.a., 2009; Wagenaar, 2016; 2017), in de berichten
op social media meer fluïde lijken te zijn (vgl. AIVD, 2018). Ondanks dat de meer
‘klassieke’ extreemrechtse groeperingen, zoals de NVU en Voorpost, breder geori‐
enteerd zijn op alles wat ‘vreemd’ is, speelt de afkeer van de islam een centrale rol
in de geplaatste berichten. Sterker nog, op de door ons bestudeerde socialmedia‐
platforms lijkt er sprake te zijn van ‘moslim- of islampaniek’ en wordt de islam op
zowel sociaal als cultureel en moreel vlak beschouwd als ‘dé meest complete beli‐
chaming van deze hedendaags als bedreigend ervaren veranderingen in Neder‐
land’ (Bouabid, 2018, 311).
Het construeren van een groepsidentiteit kan gezien worden als de tweede
manier waarop de drie door ons bestudeerde groeperingen gebruik maken van
social media. In de bestudeerde berichten komt dit tot uitdrukking in de vorm
van specifieke gedeelde termen en kreten, kleding, maar ook uitnodigingen en
oproepen tot offline gezamenlijke verbindende activiteiten. Hiermee kan het
online gedrag op social media voor (actieve) volgers resulteren in een vergelijk‐
baar gemeenschapsgevoel of ‘sense of belonging’ als op internetfora zoals Storm‐
front (De Koster & Houtman, 2008). Naast deze groepsidentiteit en de eerder
genoemde ideologische informatiedeling zien we, ten derde, dat de drie groepe‐
240 Tijdschrift voor Criminologie 2019 (61) 3
doi: 10.5553/TvC/0165182X2019061003001
Dit artikel uit Tijdschrift voor Criminologie is gepubliceerd door Boom criminologie en is bestemd voor anonieme bezoeker
Het aanpassingsdilemma online: een verkennend onderzoek naar extreemrechts op social media
ringen social media gebruiken om hun volgers te mobiliseren (vgl. NCTV, 2018a,
20), een tactiek die voort lijkt te bouwen op zowel de dreiging voor als de haat
tegen ‘de Ander’, die centraal staan in zowel de extreemrechtse ideologieën als de
geconstrueerde groepsidentiteit. In de berichten worden volgers nadrukkelijk
opgeroepen om hun activiteiten niet te beperken tot het bekijken, liken en sympa‐
thiseren met extreemrechts gedachtegoed, maar de (offline) daad bij het (online)
woord te voegen.
De tweede vraag die we in deze studie hebben geprobeerd te beantwoorden, was:
in hoeverre kan er op de door ons bestudeerde socialmedia-accounts gesproken
worden van online extremisme? Ondanks dat de contouren van het zaaien van
haat en het demoniseren van bepaalde bevolkingsgroepen en religieuze gemeen‐
schappen wel degelijk vallen waar te nemen in de berichten van de NVU, Pegida
en Voorpost (vgl. AIVD, 2018, 15), springen niet zozeer de extreme berichten in
het oog, maar eerder de overwegend gematigde toon van het grootste deel van de
digitale content. Onze studie illustreert hiermee dat het aanpassingsdilemma van
extreemrechts ook een digitale equivalent kent, maar online wel een andere invul‐
ling krijgt dan offline. De extreemrechtse ideologieën en ideeën worden op social
media niet per definitie verhuld: alle drie de groeperingen expliciteren in de door
ons bestudeerde berichten immers hun afkeer van of haat jegens bepaalde (etni‐
sche) groepen. Wel lijkt zowel de vorm als de inhoud van uitingen van vreemde‐
lingenhaat of xenofobische standpunten afgestemd te worden op de gebruikers‐
voorwaarden van de socialmediaplatforms, zoals eerder ook werd waargenomen
in een analyse van het webforum Stormfront (Bowman-Grieve, 2009, 1003). Deze
aanpassing aan de regels van de online omgeving dient ervoor te zorgen dat
berichten niet van Facebook of Twitter worden verwijderd, of erger: dat accounts
geblokkeerd of verwijderd worden door beheerders van de platforms of dat zij de
autoriteiten op de hoogte stellen van de geplaatste content. In het online aanpas‐
singsdilemma lijkt het dus niet zozeer te gaan om impression management à la
Goffman, maar eerder om content management om ervoor te zorgen dat de
extreemrechtse ideologieën via social media blijvend kunnen worden uitgedragen,
zij het op gematigde toon.
Het online aanpassingsdilemma lijkt niet van toepassing te zijn op de reacties op
de berichten van de NVU, Pegida en Voorpost. Onze resultaten tonen dat de (ano‐
nieme) reacties vele malen extremer, radicaler en gewelddadiger van aard zijn dan
de initiële posts van de drie extreemrechtse groeperingen. Opmerkelijk is dat deze
reacties lang niet altijd verwijderd worden, noch door beheerders van de socialme‐
diaplatforms zelf, noch door moderators van de officiële accounts van de NVU,
Pegida en Voorpost, die ook beschikken over dergelijke beheerdersrechten. De
NCTV (2018a, 28) stelt in zijn meest recente rapportage over de toename van
rechts-extremistisch geweld in West-Europa dat moderators ‘in enkele gevallen’
de reactie onder het bericht ‘waarin het geweld wel expliciet wordt goedgekeurd
of waarin wordt opgeroepen tot gelijksoortige acties’ laat staan. Onze studie illus‐
treert echter dat dit niet beperkt blijft tot enkele gevallen. De gevolgen van het
laten staan van deze reacties, in het bijzonder onder de berichten van extreem‐
rechtse groeperingen, verdienen bijzondere aandacht. Expliciete uitingen van
haat of oproepen tot geweld op social media kunnen, zoals het eerdere onderzoek
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van Pauwels en collega’s (2014) ook illustreerde, een voedingsbodem vormen
voor polarisatie en radicalisering, maar ook voor offline vormen van geweld
(NCTV, 2018a).
We besluiten deze bijdrage met het nader duiden van het gebruik van social media
door de door ons bestudeerde extreemrechtse groeperingen. Wanneer met enige
distantie naar de resultaten van deze studie wordt gekeken, kan worden betoogd
dat de manier waarop de NVU, Pegida en Voorpost gebruik maken van social
media gezien zou kunnen worden als de online equivalent van de manifestaties
van extreemrechts in het publieke domein. Online zien we immers de perma‐
nente aanwezigheid van extreemrechts en een daarmee gepaard gaande aanhou‐
dende stroom van specifieke standpunten en ideologieën. Het bereik hiervan is
echter vele malen groter dan de traditionele vormen als ‘demonstraties, publieke
protestbijeenkomsten of bijvoorbeeld het uitdelen van pamfletten op straat’
(Tierolf e.a., 2017, 44). Een bijkomend voordeel is dat online demonstraties,
anders dan de klassieke offline variant, niet resulteren in vechtpartijen of de
arrestatie van (gezichtsbepalende) personen uit de organisatie (NRC, 2019).
Social media worden daarnaast gekenmerkt door de ‘persistence, visibility, sprea‐
dability and searchability’ (boyd, 2014, 11) van de content. Op een laagdrempe‐
lige, eenvoudige manier kan een groot onbekend publiek worden bereikt. Boven‐
dien kan, zeker wanneer de groeperingen zich conformeren aan de gebruikers‐
voorwaarden van de socialmediaplatforms, op een relatief ongestoorde manier de
extreemrechtse ideologie worden uitgedragen. Het bereik en de impact van de
boodschap van de drie extreemrechtse groeperingen kunnen daarmee via social
media vergroot worden. In de onderhavige studie lijkt Voorpost hiervan een voor‐
beeld te zijn.
Een belangrijke kanttekening is dat we hier te maken hebben met een verken‐
nende studie die zich beperkt tot (een selectie van) de berichten en reacties op
social media van drie extreemrechtse groeperingen in het jaar 2017. Ondanks dat
deze resultaten zicht geven op de aanwezigheid van extreemrechtse ideeën op de
officiële socialmedia-accounts van de NVU, Pegida en Voorpost, dient – analoog
aan wat Van der Valk en Van der Schans (2011, 12) beschrijven ten aanzien van
het analyseren van openbare boodschappen van (potentieel) extreemrechtse orga‐
nisaties – opgemerkt te worden dat het definiëren van de extreemrechtse ideolo‐
gie van deze groeperingen op basis van alleen het socialmediagebruik niet
voldoende houvast biedt. Om de vorm, inhoud en betekenis van online extre‐
misme in Nederland beter te beschrijven en te kunnen verklaren is nader onder‐
zoek vereist. Behalve de socialmediaplatforms, zoals in de onderhavige studie,
lenen ook YouTube (vgl. Roose, 2019) en het eerder genoemde platform Gab.ai
zich voor een nadere analyse van digitale (uitings)vormen van rechts-extremisme.
Naast aandacht voor de aard van het fenomeen, dient ook de aanpak door socia‐
lmediabedrijven, opsporingsdiensten en overheden van deze openbaar zichtbare
informatie in vervolgonderzoek nader belicht te worden.
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