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RESUM 
Aquest treball es basa en investigar la història i el funcionament dels sistemes d'identificació 
personal que existeixen actualment i els nous. I de les deficiències d’aquests, desenvolupar 
un sistema alternatiu basat en patrons difusos generats amb els dits de les mans. 
Per desenvolupar aquest sistema, s’analitzen diverses opcions i s’arriba a la conclusió que ha 
de ser un sistema basat en uns sensors de força passius i analògics que varien la seva 
resistència en funció de la força aplicada, és a dir, un Force Sensing Resistor (FSR). Per poder 
captar i tractar les dades que s’obtenen d’aquests sensors cal un circuit elèctric utilitzant un 
amplificador operacional que converteix aquesta resistència variable en una tensió 
quantificable, la qual s’ha de convertir a digital amb un convertidor de senyal analògic-digital 
mitjançant un microcontrolador (C). Per decidir el C més òptim, es comparen els fabricants 
més reconeguts i es decideix utilitzar un del fabricant Microchip, el PIC18F4520. 
Aquest C a part de tractar les dades obtingudes, incorpora un programa que serveix per 
interactuar amb un sistema extern que serà l’encarregat de decidir si la contrasenya generada 
i processada en el C és la de l’usuari identificat i, per tant se’l pot validar. 
Aquest sistema extern que autentifica les contrasenyes, es desenvolupa en el treball TFG de 
la companya, Sara Ribes, que s’encarrega de fer aquesta segona funció de la identificació i 
autentificació dels usuaris. Com es pot veure, els dos treballs es complementen i funcionen 
com un bloc alhora de tractar les contrasenyes. Ja que en aquest treball es desenvolupa, 
concretament, la captació de patrons difusos fets amb els dits, i la generació de cadenes 
numèriques associades a aquests patrons difusos. El de la companya es centra en la 
comprovació a través de la Intel·ligència Artificial (IA) de la identitat de l’usuari a partir de 
l’anàlisi d’aquestes cadenes numèriques. 
Aquesta connexió que tenen els treballs fa que s’hagi de fer un treball conjunt en la qual es 
defineix la comunicació sèrie que han de tenir ambdós sistemes per poder transmetre i rebre 
dades. Tot i que, el tractament de dades confidencials s’hauria d’encriptar per garantir la 
seguretat i protecció de l’usuari, per aquest prototipus s’ha decidit utilitzar un dels protocols 
més senzills utilitzant l’Universal Synchronous and Asynchronous Receiver-Transmitter. 
Per arribar al circuit elèctric utilitzat i per programar el C amb aquestes característiques, es 
realitzen diversos experiments de camp en els que intervenen usuaris de diferent sexe i edat. 
Per concloure, es dissenya i fabrica un prototipus que inclou els sensors amb el seu circuit i 
el C per poder testar amb el sistema extern basat en la IA i autentificar als usuaris.  
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1. INTRODUCCIÓ 
1.1. Objectius del projecte 
Aquest treball es centra en investigar la història i funcionament bàsic del sistemes 
d’identificació personal actuals i en desenvolupament. I a partir d’aquest anàlisi, desenvolupar 
un sistema que pugui pal·liar les deficiències que tenen. 
 
Concretament, es pretén millorar un dels sistemes més utilitzats en l’actualitat que es basa en 
la verificació de l’usuari a través de la introducció d’un codi numèric, també anomenat Personal 
Identification Number (PIN). 
 
Aquest mètode és l’estàndard a l’hora de confirmar que ets el propietari de la targeta de 
crèdit/dèbit amb la qual s’acostumen a fer la gran majoria de les compres en els establiments. 
El problema és que aquest mètode acostuma a tenir una sèrie de deficiències relacionades 
amb la facilitat de verificar-se com a un altre usuari a terceres persones. 
 
Per aquesta raó, en aquest treball es pretén fer un primer disseny prototipus d’un mètode més 
segur i fiable basat en patrons difusos, generats amb els dits de les mans i pugui en el futur 
substituir la verificació per PIN o d’altres similars. 
 
Aquest sistema consta de dues parts ben diferenciades: 
- La que es tracta en aquest projecte, que s’encarrega de captar els patrons difusos dels 
usuaris i que genera les cadenes numèriques idònies per ser analitzades 
posteriorment, amb el sistema presentat en la segona part. 
- Una segona part que es desenvolupa en un segon projecte, a càrrec de la companya 
Sara Ribes, i que analitza les cadenes numèriques a través de la Intel·ligència Artificial 
(IA), mitjançant les xarxes neuronals. 
 
Per tant, és imprescindible tractar aquest treball com una part d’un projecte més complet que 
engloba tant la creació de les contrasenyes com el tractament d’aquestes. Aquest fet provoca 
que hi hagi un altre objectiu molt important que és la comunicació fluida entre els dos treballs 
per poder crear una unió forta i fiable. 
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L’objectiu principal d’aquest projecte es resumeix en els punts següents: 
- Investigar les principals deficiències del mètode per PIN. 
- Obtenir els sensors més òptims pel mètode que es pretén desenvolupar. 
- Caracteritzar els circuits alternatius amb usuaris reals. 
- Programar el prototipus de forma que es pugui comunicar amb el sistema de IA que 
es desenvolupa en la segona part del projecte global, a càrrec de la Sara Ribes. 
- Construir un prototipus bàsic que sigui funcional. 
 
1.2. Abast del projecte 
Pel que fa a aquest projecte es vol obtenir un sistema complet que capti els patrons de pressió 
dispersos realitzats pels usuaris i després de ser tractats es generin les cadenes numèriques 
associades a cada usuari, que puguin ser verificades idòniament. 
 
En concret, aquest projecte inclou la part de captació a través de sensors, la seva digitalització 
i el tractament numèric amb microprocessador a fi de generar les cadenes numèriques 
identificatives que permetran identificar a l’usuari. La part d’identificació i validació de l’usuari 
no s’inclou. 
 
Altres aspectes que no s’inclouen en aquest treball la implementació del sistema complet en 
una instal·lació de prova on els usuaris pugin utilitzar-lo i comprovar la seva facilitat/dificultat 
d’ús. I finalment, donar la seva opinió i recomanacions de millores. 
 
Per tant, tampoc es comprovarà si és un sistema acceptat per la societat ni viable a nivell 
tècnic de substituir-lo en tots els àmbits on s’utilitza la verificació per PIN i altres similars. En 
definitiva, només s’arribarà al punt de fer una prova de concepte. Si que s’inclouran diversos 
experiments amb una mostra d’usuaris reduït. 
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2. HISTÒRIA DELS SISTEMES DE SEGURETAT 
2.1. Seguretat i protecció 
Des de l’antiguitat sempre ha estat imprescindible guardar i protegir les pertinències pròpies 
o d’un grup de gent dels que no els pertanyien; per tant, és un problema antic. 
 
Durant anys, en els quals els països desenvolupats no estaven tan globalitzats, la majoria de 
la gent guardava les pertinències i els diners en llocs ocults dels habitatges i en caixes fortes, 
de les quals, per poder obtenir el seu contingut, s’havia d’estar físicament i autentificar-se amb 
major o menor seguretat. Però amb la globalització, la població va començar a buscar altres 
maneres de guardar-los, per exemple emprant validacions i comunicacions electròniques, que 
permetien tenir els diners en qualsevol lloc i alhora poder-los emprar en qualsevol moment. 
Això va provocar que s’haguessin de millorar aquests sistemes de seguretat, per tal de poder 
associar cada pertinència monetària al seu propietari. 
 
2.2. Identificació i autentificació 
A fi de donar accés a una pertinència monetària al seu propietari, s’han desenvolupat molts 
sistemes. Alguns no s’han arribat a comercialitzar, ja sigui perquè presentaven vulnerabilitats 
molt importants o perquè han estat superats per altres tecnologies més eficients. Però en el 
que es basen la gran majoria dels sistemes és bàsicament en dos passos: un primer pas en 
el qual t’identifiques per mencionar qui ets mitjançant una targeta, un codi d’usuari, un 
Document Nacional d’Identitat (DNI), un nom d’usuari... , i un segon pas en el qual 
t’autentifiques per demostrar que ets qui dius ser també mitjançant un codi, el rostre de 
l’usuari, una empremta dactilar, una seqüència o patrons... 
 
En definitiva, els sistemes que es basen en un usuari i una contrasenya poden ser de diverses 
formes. En tots ells per un usuari existent es comprova si la contrasenya introduïda és la 
mateixa que la que el sistema té emmagatzemada. Un cop confirmada la validesa, el sistema 
et dona accés als recursos sol·licitats. 
 
Aquest primer pas d’identificació no és sempre obligatori, tot i que acostuma a ser molt habitual 
i necessari en sistemes que hi ha més d’un usuari registrat, però en el cas d’un sistema 
unipersonal, com per exemple un cadenat o caixa forta privada a vegades no és necessari, ja 
que a l’existir només un usuari no cal seleccionar-lo i només necessita verificar si la 
contrasenya és l’adequada del sistema. 
 
Pàg. 8  Memòria 
 
Tot i que s’acostuma a tenir els dos passos, actualment es comencen a veure que el segon 
pas es subdivideix en vàries autentificacions, per tant es demanen múltiples factors per 
verificar la identitat. 
 
2.3. Mètodes d’autentificació 
Amb els anys i la globalització, la població cada vegada comença a guardar més tipus de 
pertinències en zones comunes en les quals cal verificar la teva identitat per aconseguir-les, 
ja siguin els diners, les dades guardades en servidors externs també anomenats “el núvol 
d’internet”, la informació dels dispositius mòbils, les taquilles o, fins i tot, per donar accés a un 
recinte o local restringit. 
 
Aquest desenvolupament ha provocat que actualment hi hagi diversos sistemes o mètodes 
d’autentificació, els quals es poden agrupar, principalment, en tres grups segons els factors o 
elements que s’utilitzen per verificar la identitat de cada usuari [1]: 
- Sistemes basats en una cosa que l’usuari coneix. Per exemple: les contrasenyes, les 
seqüències, els patrons, els codis, etc. 
- Sistemes basats en una cosa que l’usuari té. Per exemple: les targetes intel·ligents, 
les claus, els codis del servei de missatges curts, és a dir, SMS (Short Message 
Service)... 
- Sistemes basats en els trets característics de l’usuari. Dels quals destaquen els trets 
biomètrics físics que pot usar-se qualsevol tret físic mesurable, per exemple: l’iris i la 
retina dels ulls, les empremtes dactilars, la situació geomètrica de les mans o rostre..., 
els quals són els morfològics o l’àcid desoxiribonucleic (ADN), la sang, la saliva..., que 
són els biològics i molt més complexos de mesurar; i els trets biomètrics conductuals 
que pot usar-se per caracteritzar qualsevol comportament mesurable de l’usuari, per 
exemple: l’escriptura, la signatura, la veu, la forma de caminar, les constants vitals 
(pols arterial) o, fins i tot, la força de les mans. 
 
Dels diversos mètodes que existeixen, s’analitzaran els avantatges i els inconvenients dels 
més utilitzats en la societat actual. 
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2.4. Característiques de l’autentificació 
Els sistemes d’autentificació han de seguir uns criteris a fi de facilitar la seva implementació. 
Aquests criteris es poden dividir en quatre categories. El sistema dissenyat ha de ser fiable, 
és a dir, que la probabilitat de ocórrer un error ha de ser mínima. Alhora ha de ser segur, per 
tant, ha de ser resistent a possibles entrades no autoritzades (ciberatacs). Tan mateix, ha de 
ser fàcil d’utilitzar, per tal que l’usuari pugui verificar la seva identitat de forma ràpida i còmoda, 
és a dir, que sigui ergonòmic. I per finalitzar, ha de ser viable econòmicament, en altres 
paraules el cost del sistema ha de ser l’adequat per les dades i necessitats que es vulguin 
protegir. 
 
Per tant, les característiques que ha de tenir un sistema d’autentificació són bàsicament la 
fiabilitat, la seguretat, la usabilitat i la viabilitat econòmica. 
 
Pel que fa al sistema que engloba aquesta autentificació, ha de seguir una sèrie de protocols 
per tal de poder verificar i autoritzar correctament a l’usuari, i atorgar les seves dades o 
pertinències i protegir les dels altres usuaris. Alhora, ha de tenir un nivell i una política de 
seguretat que garanteixi els drets i protegeixi les dades de l’usuari seguint les normatives 
actuals de la regió on s’utilitza. 
 
Per una altra banda, com s’ha comentat abans, els costos d’aquest sistema han de ser 
adequats per ser viable. Per començar es poden destacar de dos tipus, els fixos, també 
anomenats costos d’aplicació, i els espontanis, o d’explotació. 
 
Pel que fa als primers, són unes operacions inicials que s’han de dur a terme per poder 
començar a utilitzar el sistema i són indispensables, per això s’han de controlar i magnificar 
correctament. Cal preveure totes les despeses de la instrumentació i la distribució del sistemes 
per posteriorment poder autentificar correctament a tots els usuaris. Tant de la mecanització i 
l’estructura per poder portar a terme aquest sistema de seguretat en els diversos llocs d’accés, 
com de la formació i l’aprenentatge dels usuaris per poder integrar aquest mètode de seguretat 
en l’àmbit quotidià dels usuaris sense que els provoqui problemes o incomoditats. 
 
En quant als costos espontanis, són difícils de preveure, perquè poden aparèixer en qualsevol 
moment i repetir-se amb major o menor freqüència. Però s’ha de tenir un mínim de control de 
les possibles solucions als problemes més habituals que poden sorgir, com per exemple tenir 
una contrasenya alternativa o un sistema per poder contactar amb una operadora amb la qual 
es pugui identificar l’usuari per restablir la seva contrasenya, en cas d’oblit. També s’ha de 
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preveure un sistema per gestionar la introducció de nous usuaris i, fins i tot, la cancel·lació o 
limitació del sistema per qualsevol usuari. 
 
Tanmateix, aquests sistemes per autentificar a un usuari s’acostumen a dividir en quatre 
processos: 
- Un primer procés que acostuma a estar en espera, també anomenat stand by, amb el 
sistema i les aplicacions obertes esperant les ordres de l’usuari, en aquest cas la 
identificació de l’usuari. 
- Un cop l’usuari introdueix la identificació i, posteriorment, la seva contrasenya; el 
sistema comprova si la identificació existeix, i autentifica si la contrasenya correspon a 
aquesta identificació. 
- Quan el sistema confirma la identitat de l’usuari, executa les aplicacions pertinents i 
facilita l’accés a les seves pertinències, transaccions, dades i altres informacions. 
- Per últim, quan l’usuari extreu la identificació o s’ha dut a terme la tasca a la que se l’hi 
ha encomanat al sistema, el sistema torna al primer procés on es trobava en espera. 
 
2.5. Sistemes més utilitzats d’autentificació 
Existeixen infinitat de sistemes d’autentificació que es basen en diferents mètodes, alguns 
dels quals s’han esmentat anteriorment. A continuació, s’explicaran amb més deteniment els 
més habituals, alguns d’ells més innovadors que d’altres que s’utilitzen des de fa un parell de 
generacions. Cadascun d’ells s’acostuma a utilitzar per a unes determinades aplicacions i té 
unes característiques pròpies [1]. 
- Signatura (estàtica o dinàmica) és un sistema amb dos antiguitats, perquè la signatura 
estàtica és un mètode prou antic, en canvi, la signatura dinàmica és relativament nou 
i encara avui en dia segueixen investigant avenços relacionats. La signatura estàtica 
és la comparació a posteriori d’una signatura física feta per l’usuari amb un paper amb 
una que es té enregistrada i emmagatzemada, aquesta comparació es pot visualment 
amb l’ajuda de persones qualificades o directament a través de la tecnologia 
comparant les dues signatures completes. En canvi, la signatura dinàmica s’ha de fer 
mitjançant la tecnologia; i no només analitza les dues signatures completes, sinó que 
compara totes les dades enregistrades durant l’elaboració de la signatura, és a dir, 
enregistra com una mena de seqüència de fotogrames de les traces fetes per realitzar 
la signatura. En definitiva pot comparar la pressió desenvolupada en cada moment del 
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traç, la velocitat del traç, la seqüència de direccions dels traços realitzats i, fins i tot, 
l’amplada, la curvatura o d’altres característiques desenvolupades durant la signatura. 
En conclusió, aquest segon tipus de signatura és molt més complexa d’analitzar, però 
alhora fa que sigui més segura. 
Aquets sistemes, que de moment encara s’utilitzen els dos tipus de signatura, 
s’acostumen a utilitzar per deixar constància de la teva conformitat en documents 
oficials o tràmits burocràtics en els quals acostumen a intervenir documents físics, com 
contractes, vendes o compres d’articles de preus elevats, etc. 
- La contrasenya (o contrasenya d’un sol ús, és a dir, OTP o One-Time Password) és 
un sistema també relativament antic, encara que té una variant anomenada la 
contrasenya d’un sol ús que és molt més moderna. La contrasenya és una combinació 
de un determinat número de caràcters els quals poden ser de molts tipus. El tipus de 
contrasenya més utilitzat és l’alfanumèrica, el qual es sol codificar amb el codi 
estàndard americà per a l'intercanvi d'informació, és a dir, l’ASCII (American Standard 
Code for Information Interchange), aquest codi inclou les lletres majúscules (A-Z), les 
minúscules (a-z) i els números (0-9) i també d’altres caràcters especials com els 
següent símbols \|@#$%&/. 
Per una altra banda, existeix la OTP, un tipus de contrasenya més nou, que es basa 
una contrasenya temporal que es genera a partir de tenir accés a un tercer dispositiu 
que pertany a l’usuari i en el qual s’envia aquesta nova contrasenya que servirà per 
autentificar-lo només un sol cop. 
Encara és el sistema estàndard per excel·lència per la seva facilitat d’implementació i 
d’ús, tot i que, poc a poc comencen a expandir-se altres sistemes més ràpids i segurs. 
Actualment, les contrasenyes estàndards són molt utilitzades per autentificar-se en 
xarxes socials, enrutadors d’internet, missatgeria electrònica, plataformes digitals, 
dispositius electrònics, etc. I pel que fa a les OTP, també s’utilitzen en àmbits 
electrònics, sobre tot, per autentificar al propietari de les targetes de dèbit i crèdit en 
les compres i transferències digitals. 
- El número d'identificació personal, és a dir, el Personal Identification Number (PIN) és 
un sistema molt similar al de les contrasenyes, però molt més limitat, i en conseqüència 
més senzill. Això es degut a que només disposa dels caràcters numèrics (0-9) i 
habitualment són seqüències limitades a 4 o 6 dígits, és a dir, a un nombre 
d’alternatives molt més acotat. També s’ha de tenir present, que aquests PIN poden 
ser de seqüències més elevades com en el cas de les claus personals de desbloqueig, 
és a dir, el PUK (Personal Unlocking Key) dels telèfons mòbils, que són de 8 dígits. 
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Pel que fa al seu ús, és molt utilitzat en dispositius i aparells que contenen informació 
de menys valor o poc important, com poden ser per taquilles de gimnàs, cadenats 
senzills, per accedir a instal·lacions esportives o administratives de baix nivell. Encara 
que en certs àmbits encara s’utilitzen per protegir dades més importants com per 
exemple, per desbloquejar el mòdul d’identificació de l’abonat, és a dir, la SIM 
(Subscriber Identity Module) dels telèfons o autentificar-se en els caixer automàtics.  
- La targeta intel·ligent és un sistema que es basa en un dispositiu físic on es disposa 
de tota la informació necessària per identificar i autentificar a l’usuari. Aquest tipus de 
dispositius acostumen a portar incorporada una tecnologia d’encriptació que dificulta 
l’extracció d’aquestes dades per a terceres persones. La seguretat acostuma a 
dependre de la complexitat de l’encriptació utilitzada, però el punt més dèbil no és 
aquest, perquè el problema més habitual és la pèrdua o el robatori del dispositiu. 
Pel que fa al seu ús, és un dispositiu prou utilitzat en instal·lacions on els usuaris s’han 
d’identificar i d’autentificar moltes vegades, perquè aquest sistema simplifica, facilita i 
agilitza el seu ús. Per això, s’acostuma a utilitzar en hospitals, universitats i empreses 
on s’ha d’acreditar a l’usuari en moltes plantes i portes a les que es vol accedir. 
- L’empremta dactilar és un sistema biomètric relativament antic en certs àmbits com en 
la identificació dels habitants pels cossos de l’autoritat, però més recent en d’altres 
com en els dispositius mòbils. Aquest dispositiu es basa en captar una imatge de 
l’empremta d’un dit i comparar les distàncies entre les minúscules marques que té cada 
dit. Aquest sistema com molts dels altres segueixen en continu desenvolupament, però 
concretament aquest encara té greus problemes alhora de solucionar petits talls en els 
dits, brutícia en els dits o, fins i tot, el pas dels anys dels usuaris, que poden arribar a 
perdre rigidesa en l’empremta digital. 
Aquests sistemes actualment s’incorporen en la gran majoria dels telèfons intel·ligents 
i portàtils, alhora, que serveixen per autentificar als usuaris en instal·lacions esportives, 
gimnasos i d’altres llocs que necessiten autentificar als usuaris de forma ràpida i 
eficient.  
- La retina i l’iris de l’ull són dos sistemes biomètrics molt més recents, complexos i 
costos que el seu ús encara està prou acotat per a un ús de seguretat molt alta. Aquest 
sistemes que detecten l’estructura de l’ull, en el cas de la retina detecten la forma dels 
vasos sanguinis mitjançant una radiació infraroja que llegeix els nodes i les branques. 
I en el cas de l’iris, un mètode més recent, detecten mitjançant una fotografia en blanc 
i negre els canvis de tonalitat que té l’iris, és a dir, com una mena de laberint que 
envolta la pupil·la amb branques de diferents tonalitats pròpies de cada usuari. 
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Aquests sistemes degut al seu cost actual només s’utilitzen en instal·lacions militars o 
laboratoris mèdics que treballen amb substàncies molt perilloses. De tota forma, 
comencen a aparèixer alguns telèfons mòbils d’alta gama que incorporen 
reconeixement de la retina bàsic que permet detectar al propietari. 
 
A continuació hi ha la Taula 2.1 comparativa dels principals avantatges i inconvenients dels 
sistemes més utilitzats actualment per dur a terme l’autentificació. 
 Cost Implementació Seguretat Avantatges Inconvenients 
Signatura estàtica Molt baix Molt fàcil Molt baixa 
- Es pot 
modificar 
 
- S’ha de 
memoritzar 
 
- Es pot compartir 
 
Signatura digital Mitjà Mitjana Alta 
Contrasenya (o OTP) Baix Mitjana Mitjana 
PIN Baix Fàcil Baixa 
Targeta intel·ligent Mitjà Fàcil Mitjana 
- No s’ha de 
memoritzar 
 
- Es pot oblidar 
 
- Es pot perdre 
 
- Es pot prestar 
 
Clau física Baix Molt fàcil Mitjana 
Empremta dactilar Alt Mitjana Alta 
 
- No s’ha de 
memoritzar 
 
- No es pot 
oblidar 
 
- No es pot 
robar 
  
- No es pot 
intercanviar 
 
- Alta dificultat 
per falsificar 
 
 
- No es pot 
canviar 
 
- Possibles 
problemes amb 
usuaris que 
treballen amb les 
mans o tenen la 
pell delicada 
 
Retina de l’ull Alt Molt difícil Molt alta 
 
- No es pot 
canviar 
 
- Possibles 
problemes amb 
els usuaris amb 
lets de contacte o 
ulleres de sol 
 
Iris de l’ull Molt alt Molt difícil Molt alta 
Taula 2.1. Característiques dels sistemes d’autentificació més utilitzats 
 
2.6. Sistemes d’autentificació en desenvolupament 
A part dels sistemes d’autentificació més utilitzats, hi ha uns altres més recents que es troben 
en desenvolupament i ja comencen a ser implementats amb diferents dispositius. Encara que 
molts necessiten moltes millores i optimitzacions per ser més precisos. A continuació es 
comenten dos dels més escoltats i comentats en l’actualitat. 
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- La geometrització facial és un sistema que encara es troba en desenvolupament, però 
que hi ha diversos fabricants que comencen a introduir-los en els seus dispositius com 
una manera de verificar a l’usuari. Aquest mètode, com l’empremta digital, la retina i 
l’iris de l’ull, es basa en una característica pròpia de l’usuari que pertany al seu cos. 
El reconeixement facial té principalment dos formes de verificació, una que es basa en 
realitzar una fotografia del rostre de l’usuari i la comparar amb la original, utilitzant 
software especialitzat que detecta distàncies entre trets característics de cada usuari. 
I una altra més sofisticada que soluciona les deficiències de l’altra, perquè també 
detecta les profunditats del rostre, és a dir, implementa la tercera dimensió en les seves 
lectures. Aquesta segona que es basa en una càmera infraroja també té l’avantatge 
que gràcies al seu funcionament la imatge que s’obté no necessita tenir presència 
d’il·luminació i, per tant, facilita molt el seu ús en zones amb poca il·luminació. 
- El dibuix en una pantalla és un sistema en ple desenvolupament que actualment no 
s’utilitza en cap lloc conegut com a mètode d’autentificació, però diversos experts 
comenten que és un dels sistemes més segurs i fàcils d’implementar. Perquè ja 
s’incorpora en tots els telèfons intel·ligents i altres dispositius amb pantalles tàctils i, 
per tant, només caldria fer una actualització de software. 
Pel que fa a aquest sistema, es basaria en programa que implementaria una zona 
dibuix on es podria realitzar qualsevol tipus de figura geomètrica, dibuix, símbol, nota 
musical, etc., amb els dits que l’usuari desitgés. Aquest gargot serviria per autentificar 
de manera correcta a l’usuari, ja que seria pràcticament impossible repetir els 
moviments, velocitat de moviment, força aplicada, posició relativa dels dits i forma del 
dibuix. Aquest sistema és com una mena d’actualització de la signatura digital, en la 
qual també es detecten molts paràmetres que van variant durant la signatura. 
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3. DESENVOLUPAMENT DEL SISTEMA 
3.1. Sistema actual 
Després d’analitzar els sistemes més utilitzats actualment entre la població, s’ha vist que no 
hi ha cap mètode millor que els altres, ja que cadascun té uns avantatges i inconvenients 
particulars. Això provoca que en cada cas hi hagi un sistema que s’adapti millor a les seves 
característiques, ja sigui per la velocitat de resposta de verificació, la facilitat de l’usuari 
d’introduir l’autentificació o, fins i tot, pel cost derivat de la sofisticació i nivell de seguretat del 
mètode utilitzat. 
 
Com s’ha comentat anteriorment, hi ha tants mètodes que s’utilitzen actualment que seria 
inviable intentar desenvolupar un mètode que pogués utilitzar-se per protegir qualsevol tipus 
de pertinència de la població, ja que per cada cas en particular hi hauria algun mètode que 
pel motiu que fos tindria millors característiques. 
 
Vist el gran impediment que hi ha, es vol analitzar i desenvolupar un mètode per tal de millorar 
el teclat numèric de PIN, concretament per millorar la seguretat en la verificació del propietari 
de les targetes de crèdit quan s’utilitzen per fer un pagament o qualsevol altre tràmit relacionat. 
 
Aquest mètode s’utilitza des de fa molt temps per autoritzar qualsevol servei en un caixer, per 
l’obertura de portes, per accedir a instal·lacions, per desbloquejar les targetes SIM dels 
telèfons mòbils. També, des de fa menys anys s’utilitza per autoritzar compres realitzades 
amb la targeta de crèdit; ja que fins no fa molt en cara es necessitava la firma del propietari 
per deixar constància de la conformitat de la transacció. Aquest canvi ha deixat de banda 
l’antiga tecnologia per agilitzar el procés i obtenir una major comoditat. 
 
Però tot i que aquesta tecnologia té una sèrie d’avantatges i comoditats, encara presenta una 
sèrie d’inconvenients esmentats anteriorment. Per començar, és un sistema basat en una 
cosa que l’usuari coneix i això el fa menys segur ja que no es pot garantir que la persona que 
l’utilitza sigui el propietari real, només que l’usuari coneix el PIN d’autentificació; alhora també 
provoca que sigui menys confortable que d’altres sistemes ja que es necessita recordar el PIN 
de verificació, és a dir, tenir-lo memoritzat. 
 
Per altra banda, és un sistema menys sofisticat i menys segur que d’altres sistemes més cars 
i digitals, perquè és un sistema que incorpora elements físics en unes posicions fixes que no 
es poden alternar. 
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Aquest fet pot provocar una facilitat alhora d’espiar el codi, per exemple, visualment detectant 
la posició on es troben els dits durant tota la seqüència, mitjançant aparells més sofisticats. 
Un dels quals és utilitzar tres de micròfons col·locats en diferents posicions amb els quals pots 
rebre el so que fan les diferents tecles. El funcionament d’aquests micròfons és molt senzill, 
bàsicament es col·loquen en tres posicions conegudes i guarden els sons que emeten les 
tecles i pel tipus de so que es registra, és a dir, més o menys fort en els micròfons es pot 
deduir la distància a la qual es troba la tecla dels micròfons, i en definitiva quin número és. 
 
Un altre aparell útil per detectar les seqüències és una càmera tèrmica amb la qual es pot 
veure el canvi de temperatura en les tecles que l’usuari ha premut i l’ordre de la degradació 
de la temperatura fins que tornen a la seva posició d’equilibri tèrmic, és a dir, es pot deduir la 
seqüència. Tot i que aquest aparell no és 100% fiable en els casos que la combinació de 
tecles es repeteix o que l’usuari pel motiu que sigui sobreescalfa més unes tecles que d’altres. 
 
Per una altra banda, es troba el mètode bàsic de tenir alguna persona propera a l’usuari que 
en el moment d’introduir l’autentificació estigui espiant la seqüència; ja que actualment en 
aquest país, els dispositius on s’introdueix el PIN solen ser poc resguardats i per tant tenen 
un gran angle de visió. Per descomptat, aquest fet facilita que es pugui gravar la seqüència 
amb relativa comoditat des d’una distància considerable. 
 
Per resoldre o millorar la gran majoria de les deficiències que aquests teclats numèrics de PIN 
presenten sense afegir més inconvenients o perdre avantatges, s’analitza un sistema 
alternatiu que es basi en patrons de pressió difusos generats amb els dits de les mans. 
 
3.2. Sistema alternatiu 
S’ha decidit analitzar i desenvolupar un sistema amb el qual es podrà autentificar l’usuari 
mitjançant uns patrons de pressió difusos generats amb els dits de les mans, la qual cosa és 
un mètode que es basa en un element que has de saber, és a dir, per autentificar-te s’ha de 
memoritzar una seqüència. Però alhora aquest sistema es pot considerar que també pertany 
al sistema basat en el propi usuari, perquè per realitzar aquesta seqüència memoritzada s’han 
d’utilitzar els dits de les mans d’una forma i aplicant unes pressions determinades. 
 
Aquest sistema, a diferència d’altres més habituals, es basa en un conjunt de galgues 
extensomètriques. Les galgues extensomètriques són uns sensors que mesuren una 
determinada característica, com podria ser la deformació, la pressió, la càrrega, o fins i tot, la 
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posició, mitjançant l’efecte piezorresistiu que és una propietat que tenen determinats materials 
de canviar el valor nominal de la seva resistència quan es troben sotmesos a certs esforços i 
es deformen en la direcció dels eixos mecànics [2]. 
 
S’acostumen a utilitzar per analitzar infinitat de casos, però és habitual utilitzar-les per les 
deformacions mecàniques a les que es troben sotmeses diferents parts estructurals de les 
màquines, construccions, eines, vehicles, vehicles espacials, entre d’altres, perquè són 
sistemes on les deformacions són microscòpiques i es necessita gran precisió. 
 
Concretament, les galgues que s’utilitzen són sensors en el qual la seva resistència es 
modifica amb la força aplicada, és a dir, els sensors converteixen força, pressió, tensió o pes 
en una propietat mesurable com és la resistència elèctrica. 
 
En aquest cas, aquest tipus de sensors s’utilitza per mesurar la pressió que fa l’usuari en unes 
posicions determinades i l’ordre en que varia la pressió que fa. Tenint en comptes que l’usuari 
pot aplicar pressió a més d’un sensor alhora i per tant fer infinitat de combinacions. 
 
Amb aquest sistema es vol millorar algunes deficiències que té el mètode basat en 
l’autentificació de l’usuari mitjançant el PIN. Principalment es vol protegir i fer un sistema més 
segur, per tal que les tècniques nombrades abans no siguin tan efectives. Un exemple és que 
alhora d’introduir la contrasenya l’usuari no podrà aixecar i tornar a pitjar els dits, és a dir, des 
de l’exterior serà més difícil desxifrar amb quins dits està fent força. D’altra banda, com els 
sensors no són binaris, serà pràcticament impossible descobrir quanta força s’està aplicant. 
A més, les tecnologies utilitzades per detectar les seqüències del PIN estàndard no seran tan 
efectives, perquè els sensors no són botons físics que emeten so al ser premuts ni serà tan 
fàcil reproduir la contrasenya amb una gravació feta per una videocàmera termogràfica ja que 
a priori tots els sensors tindran una temperatura i degradació similar. 
 
Malgrat això, com és habitual quan s’introdueix un sistema nou, cal destacar que per l’usuari 
serà un sistema innovador i diferent fins que s’acostumi. Un altre possible inconvenient, que 
d’altre lloc això permet que sigui més segur, és que sigui més complicat repetir la contrasenya 
correctament, perquè en el cas del PIN estàndard la contrasenya era correcta o incorrecta 
sense possibilitat de interpretació. Però en el cas del sistema per sensors la seqüència de 
forces no serà exactament idèntica, llavors és aquí on apareix un nou dispositiu anomenada 
d’Intel·ligència Artificial (IA), que més endavant es comentarà, que serà el subsistema que 
decideixi si la contrasenya introduïda és suficientment semblant a la correcta, i per tant la dona 
per bona o la descarta. 
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D’aquests avantatges i inconvenients es pot fer la Taula 3.1 que es troba a continuació. 
Avantatges del sistema de sensors respecte el 
del PIN estàndard 
Inconvenients del sistema de sensors respecte el 
del PIN estàndard 
 
- Més protecció i seguretat 
 
- Més protegit contra l’espionatge ocular de terceres 
persones, i fins i tot, contra videocàmeres de 
resolució estàndard 
 
- Més segur contra enregistradors de so i 
videocàmeres termogràfiques 
 
 
- Mètode innovador i sofisticat per l’usuari 
Taula 3.1. Diferències entre el sistema de sensors i el del PIN estàndard 
 
3.3. Variants del sistema alternatiu 
Pel que fa a la construcció en si, es poden analitzar diverses alternatives centrades en 
sistemes que autentifiquen a un usuari concret mitjançant patrons de pressió difusos. Per 
començar es comenten les possibles alternatives i s’avalua l’opció més oportuna. 
 
Una opció com es mostra a la Figura 3.1 és desenvolupar un sistema en el qual es detecti la 
distribució de la pressió que fan els dits d’una mà sobre una superfície cilíndrica, és a dir, com 
una mena de maneta fixa en la qual distribueixes els dits sobre la superfície exterior cilíndrica 
i apliques una pressió determinada amb cadascun dels dits sobre un dels sensors. D’aquesta 
manera es pot fer una seqüència de pressions de dits. 
 
Figura 3.1. Croquis de la distribució de pressió dels dits sobre una superfície cilíndrica 
 
Una altra opció com es mostra a la Figura 3.2 que és molt semblant a l’anterior, però a 
diferència de l’anterior en aquest cas la part de l’usuari que es centra en aplicar aquesta 
distribució de la pressió és directament la mà. En definitiva, la superfície sobre la que es 
col·loquen els sensors de pressió és una mena de semiesfera fixa, és a dir, com un joystick 
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d’una videoconsola o un ratolí d’ordinador el qual es troba fixa i amb una sèrie de sensors 
distribuïts sobre la superfície exterior. Per tant al situar la mà sobre la semiesfera es pot anar 
modificant l’aplicació de la pressió que l’usuari fa sobre els diferents sensors i així obtenir una 
seqüència d’autentificació. 
 
Figura 3.2. Croquis de la distribució de pressió dels dits sobre una superfície semiesfèrica 
 
Entre d’altres opcions, una que també es pot desenvolupar és col·locar directament els 
sensors sobre una superfície totalment plana on es situaran els dits de la mà, per 
posteriorment fer la seqüència de pressions dels dits sobre els sensors com es pot veure en 
la Figura 3.3. Aquesta opció també és molt semblant a la primera, però canviant la superfície 
de contacte on es col·loquen els sensors. 
 
Figura 3.3. Croquis de la distribució de pressió dels dits sobre una superfície plana 
 
Per últim, es planteja desenvolupar una opció més completa i a priori més complexa, en el 
qual en comptes d’uns petits sensors de pressions, caldria una placa o panell de pressió on 
es col·locarien els dits com es pot veure en la Figura 3.4. Aquesta opció permetria, a més de 
detectar la distribució dels dits sobre la superfície plana, calcular les distàncies, angles i 
posicions relatives dels dits; en definitiva augmentaria la seguretat. 
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Figura 3.4. Croquis de la distribució de pressió de la mà sobre una superfície plana 
 
Un cop fet un primer anàlisi de les variants més viables que es podrien dissenyar per porta a 
terme aquest mètode basat en els patrons de pressió difusos generats amb els dits de la mà 
o la pròpia mà. S’elabora la Taula 3.2 on es veuen els punts forts i dèbils de cada variant. 
 
Pressió dits sobre 
cilindre estàtic 
Pressió mà sobre 
semiesfera estàtica 
Pressió dits sobre 
superfície plana 
Pressió i situació 
dits sobre panell 
pla 
Comoditat / 
Facilitat d’ús 
Regular Bona Bona Molt bona 
Cost Mitjà Mitjà Baix Alt 
Implementació Mitjana Difícil Fàcil Molt difícil 
Seguretat Alta Alta Alta Molt alta 
Avantatges 
 
- Cap destacable 
 
 
- Més intuïtiu per 
elaborar la 
contrasenya 
 
 
- Més fàcil i 
econòmic per 
implementar el 
sistema 
 
 
- Més ràpid per 
elaborar la 
contrasenya 
 
Inconvenients 
 
- Més difícil per 
compatibilitzar els 
sensors per 
qualsevol usuari 
 
 
- Més difícil i car per 
implementar el 
sistema 
 
 
- Més dificultat per 
compatibilitzar la 
utilització de 
qualsevol mà 
 
 
- Dispositius a 
implementar més 
cars 
 
Taula 3.2. Característiques dels possibles sistemes a desenvolupar 
 
3.4. Sistema seleccionat 
Per elaborar correctament aquesta selecció, abans de tot, caldria fer un petit estudi on es 
poguessin dissenyar els quatre models i fer-los provar a un grup d’usuaris per tal que donessin 
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la seva opinió sobre quin és veritablement el sistema més fàcil d’utilitzar, ja que les altres 
característiques acostumen a ser menys importants. Però com en aquest cas, és inviable 
predissenyar els quatre models, s’ha decidit prioritzar altres característiques com el cost i la 
facilitat d’implementar-lo, degut a que es vol fer el muntatge del prototipus i llavors aquests 
aspectes són importants. 
 
Per aquesta raó, s’ha decidit escollir i desenvolupar el disseny que es basa en captar la pressió 
dels dits generada sobre una superfície plana. En definitiva, aquesta opció és una de les més 
econòmiques i fàcils d’implementar, perquè només es precisa d’una plataforma rígida on es 
col·loquen els cinc sensors. Tanmateix té una seguretat elevada i, a priori, sense conèixer 
l’opinió real dels usuaris sembla un sistema prou intuïtiu i fàcil d’utilitzar.  
 
Només cal destacar, un petit inconvenient que seria el cas de poder compatibilitzar la utilització 
de qualsevol de les dues mans, en el cas que es volgués optimitzar per poder-lo utilitzar amb 
prou flexibilitat tant per les mans dretes com les esquerres. 
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4. SISTEMA 
Un cop fet un primer estudi dels diferents sistemes que existeixen en el mercat i comentades 
les possibles variants del sistema del que es vol fer l’estudi, ara és el moment de centrar-se 
l’opció escollida per fer l’estudi i definir-la correctament. 
 
Per tant, s’ha de caracteritzar el sistema conjunt des del punt on s’adquireix el senyal fins a la 
seva actuació, passant per les pertinents fases necessàries per portar a terme la correcta 
comprovació i validació de l’usuari. 
 
Per poder explicar cada punt de forma ordenada, es van desenvolupant aquestes fases de 
forma seqüencial per tal de poder arribar a validar el senyal generat per l’usuari de forma 
correcta. 
 
4.1. Contacte físic 
Un cop s’ha decidit que l’usuari interactuarà amb el sistema a través del model de pressió 
escollit, s’han d’analitzar les característiques pròpies d’aquest contacte que hi haurà entre els 
dits de l’usuari i el sensor escollit per transmetre la pressió de l’usuari al sistema. 
 
Per tenir una idea de la pressió que els usuaris poden fer amb els seus dits sobre una 
superfície, s’han realitzat una sèrie de mesures aproximades per tal de veure quin és aquest 
rang estàndard. 
 
Aquestes mesures només són preliminar, perquè posteriorment es realitzarà un prova de 
camp amb gent de diverses edats i sexes per tal d’afinar molt millor aquestes dades. 
 
Aquest rang pot oscil·lar entre els 0 i 900 grams, és a dir, a priori amb un sensor que detecti 
correctament masses fins a un 1kg o 1,5kg, que equival a aplicar-li una força d’uns 10N o 15N, 
seria adequat. 
 
4.2. Sensor de pressió 
Per trobar el sensor que millor s’adapta a les característiques que es necessiten, s’ha fet una 
recerca, principalment, en dues pàgines web de distribuïdors de sensors: Farnell-Element14 
[3] i RS [4]. Ja que són reconeguts a nivell global i per tant disposen d’un catàleg amb 
productes de molts fabricants. 
Sistema personal de captació i generació de signatura difosa anti-pirateig Pàg. 23 
 
En aquests distribuïdors s’han trobat un sèrie de sensors que tenen unes característiques que 
es detallen en la Taula 4.1. 
Galgues 
extensomètriques 
(passives i 
analògiques) 
Preu [€] 
Zona 
activa 
[mm] 
Rang de força 
Força 
d’actuació 
Desviació de 1kg 
i de 1 lot 
Sèrie FSR (Force 
Sensing Resistor) de 
OHMITE: 
FSR01CE (quadrat) 
FSR02CE (tira allargada) 
FSR03CE (rodona) 
 
 
9,27 
18,24 
11,72 
 
 
39,7 x 39,7 
604,6 x 
10,2 
Ø 25,4 
Regió lineal 
(log/log) entre: 
20g - 5kg 
Força per 
arribar als 
10MΩ 
2% i ±4% 
Sèrie FSP (Force 
Sensing Potentiometer) 
de OHMITE: 
FSP01CE (rectangle) 
FSP02CE (tira allargada) 
FSP03CE (corona 
circular) 
 
 
16,37 
22,29 
23,63 
 
 
13 x 100 
13 x 50 
Ø 16-36 
Regió lineal 
(log/log) entre: 
20g - 5kg 
Força per 
arribar als 
10MΩ 
5% i ±10% 
Sèrie 632/865 de RS: 
632-146 (2 mm) 
632-180 (5 mm) 
865-6235 (8 mm) 
 
10,10 
11,30 
13,88 
 
6 x 2,5 
9,5 x 3,5 
13 x 4 
Sense especificar 
Força per 
arribar als 
120Ω 
4% 
Sèrie SS-U-N-S de 
I.E.E.: 
SS-U-N-S-001 (rodona 1) 
SS-U-N-S-009 (quadrat) 
SS-U-N-S-015 (rodona 2) 
SS-U-N-S-039 (rodona 3) 
 
22,83 
24,20 
25,72 
29,33 
 
Ø 7 
11,7 x 11,7 
Ø 15,25 
Ø 27,8 
Sense especificar 
Força per 
arribar als 
1MΩ 
±2% 
Cèl·lules de càrrega 
(actives i analògiques) 
Interval 
de preus 
[€] 
Zona 
activa 
[mm] 
Rang de força 
Resistència 
IN i OUT 
[kΩ] 
Intervals de 
sortida 
Sèrie FX19 de SENSOR 
SOLUTIONS - TE 
CONNECTIVITY 
25,22 
- 
30,84 
Ø 25 0 - 11,34/90,75kg 
2,4-3,6 
i 
1,76-2,64 
16 - 24 mV/V 
Sèrie FC22 de SENSOR 
SOLUTIONS - TE 
CONNECTIVITY 
48,11 
- 
58,87 
Ø 26 0 - 4,54/45,4kg 3 i 2,2 
24 - 36 mV/V 
19 - 21 mV/V 
3,8 - 4,2 V 
Sèrie FC20 de SENSOR 
SOLUTIONS - TE 
CONNECTIVITY 
50,35 
- 
61,60 
Ø 12,2 0 - 0,5/5kg X i X 
3,9 - 4,1 Vdc 
2,9 - 3,1 Vdc 
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Sensors de pressió 
(actius i analògics) 
Interval 
de preus 
[€] 
Zona 
activa 
[mm] 
Rang de pressió 
Resistència 
IN y OUT 
[kΩ] 
Intervals de 
sortida 
Sèrie NBP (Sense 
compensar ni amplificar) 
de HONEYWELL 
4,43 Ø 6,5 
Absoluta: 
0 - 1/10bar 
Relativa: 
0 - 0.06/10bar  
2,4-5,5 i X 
10/21 - 20/29 
mV/V 
3,4/21 - 7,4/29 
mV/V 
Sèrie TBP (Compensat 
sense amplificar) de 
HONEYWELL 
5,71 Ø 6,5 
Relativa: 
0 - 0.06/10bar 
X i 2,5 
1,2/8,5 - 1,4/9,2 
mV/V 
Sèrie 2SMPP de 
OMRON 
2,86 
- 
4,41 
Ø 3,8 
Relativa: 
0 - 37kPa 
X i X 31 mV/V 
Sensors de pressió 
(actius i digitals) 
Preu [€] 
Zona 
activa 
[mm] 
Rang de pressió Resolució Interfície 
Sèrie MS56 de SENSOR 
SOLUTIONS - TE 
CONNECTIVITY 
1,62 5 x 3 
Relativa: 
0,010 - 1,20 bar 
24 bits I2C i SPI 
Sèrie MPR de 
HONEYWELL 
6,52 5 x 5 
Absoluta: 
0 - 1/2,5 bar 
Relativa: 
0-0.04/2,5bar 
13 bits - 
Sèrie ABP (alta precisió, 
compensat i amplificat) 
de HONEYWELL 
10,69 Ø 6,3 
Diferencial: 
-0,06/-4 - 0,06/4 
bar 
Relativa: 
0 - 0.06/10 bar 
12 bits - 
Taula 4.1. Característiques més rellevants dels diferents tipus de sensors de força o pressió 
 
A partir dels diferents tipus de sensors de força i de pressió trobats es pot fer una preselecció 
del tipus de sensor que més s’adequa a les especificacions desitjades, perquè hi ha quatre 
grans grups de sensors depenent de si la variable a mesurar és la força o la pressió, de si la 
seva font d’energia és activa (generador) o passiva (modulador) i de si el senyal de sortida és 
analògica o digital: 
- Sensors de força, passius i  analògics, també anomenats galgues extensomètriques. 
- Sensors de força, actius i analògics, també anomenats cèl·lules de càrrega. 
- Sensors de pressió, actius i analògics. 
- Sensors de pressió, actius i digitals. 
 
Sistema personal de captació i generació de signatura difosa anti-pirateig Pàg. 25 
 
Pel funcionament dels sensors de pressió s’han de descartar, perquè aquest tipus de sensors 
s’utilitza per mesurar la pressió o diferencia de pressió de gasos o líquids, però no per cossos 
sòlids com és el cas que s’està estudiant. Llavors, només queda centrar-se en les galgues 
extensomètriques o les cèl·lules de càrrega, però com a priori els dos tipus compliran les 
especificacions destacades, es veu que les galgues extensomètriques són més econòmiques 
i, per tant, s’analitza amb més detall aquest tipus de sensors. 
 
Analitzant els quatre tipus més econòmics, es veu que la sèrie Force Sensing Potentiometer 
(FSP) no s’adapta a les especificacions que es volen, perquè aquests sensors no depenen 
exclusivament de la força sinó també de la posició on apliques aquesta força sobre el sensor. 
Per tant, cal fixar-se en els altres tres que tenen un funcionament molt semblant i unes 
característiques molt similars, perquè els tres són sensors de força basats en una resistència, 
és a dir, Force Sensing Resistor (FSR). 
 
Un cop escollit el tipus de sensor que s’utilitzarà, és mira quin model té les millors prestacions 
en relació amb el seu preu. Finalment, el sensor escollit és el FSR402 [5] com es veu en la 
Figura 4.1, el qual pertany a la sèrie FSR400 [5] com es veu a la Figura 4.1, perquè és el que 
té l’àrea activa amb un diàmetre d’uns 13 mm de tal forma que s’aconsegueix un contacte 
adequat amb els dits dels usuaris. 
                        
     Figura 4.1. Esquema del sensor FSR402 [5]                                    Figura 4.2. Sèrie FSR400 [5] 
 
Les seves especificacions tècniques més rellevants són les següents, les quals s’adeqüen 
perfectament a les necessitats que es volen: 
- El rang de força és des de 10 grams fins a 10 kg 
- La resistència en repòs és >10MΩ 
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- El temps de reacció del dispositiu és <3s 
- La histèresi és de +10% calculada amb la fórmula 
𝑅𝐹+−𝑅𝐹−
𝑅𝐹+
 
- La desviació de la repetibilitat és de ±2% per una mostra i ±15% per un lot 
- El rang de temperatures de treball és entre -30ºC i 70ºC 
- El soroll i la vibració no afecten significativament 
- El diàmetre del sensor és de 18,28mm i el de la zona activa és de 12,7mm 
 
Com es pot veure en aquestes especificacions, el rang de força s’adequa a les prestacions 
desitjades. Tanmateix, altres característiques com el baix temps de reacció o la reduïda 
histèresi que té compatibilitzen el correcte funcionament per aquest projecte. També s’ha de 
tenir present que la desviació de repetibilitat que mostra la seva fitxa tècnica garanteix que els 
sensors que s’utilitzaran donaran resultats similars, encara que no seran d’una màxima 
precisió. Però aquesta precisió serà suficient per detectar amb prou fiabilitat les dades de la 
força aplicada per l’usuari que es volen, com es detallarà en apartats posteriors.  
 
Aquesta variabilitat en les mostres es deu principalment al seu funcionament, que és un 
dispositiu passiu basat en una sensor piezorresistiu físic, el qual es basa en un funcionament 
prou simple i no està dissenyat específicament per conèixer el valor exacte amb màxima 
precisió de la força, sinó per detectar en quin rang de força es troba. 
 
Com es pot veure en la Figura 4.3, Figura 4.3 i Figura 4.5, el dispositiu conté una part superior 
on es troba el sensor en si, i una segona part allargada que serveix per connectar els dos 
cables al circuit elèctric i facilitar el seu acoblament. Fixant-se en la primera part, aquesta està 
separada de quatre parts, la part superior només és una superfície fina i flexible que serveix 
per aïllar l’exterior de la pròpia zona de contacte. 
              
      Figura 4.3. Esquema de les parts del FSR [5]                         Figura 4.4. Esquema intern del FSR [6] 
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Figura 4.5. Ampliació de la zona de contacte [font: PalmSens] 
 
La següent zona també és una part flexible on es troba impresa el semiconductor que farà 
contacte amb la part inferior quan s’aplica força, la qual és una superfície que conté impresos 
elèctrodes interdigitats, és a dir, com una mena de laberints de circuits elèctrics que es 
connecten entre ells i alhora la meitat es troben separats dels altres per unes distàncies 
minúscules; que són suficients perquè produeixin una resistència pràcticament infinita, de 
l’ordre dels MΩ. Aquestes dues parts de circuits que en repòs es troben pràcticament aïllades, 
es connecten cadascuna a un dels cables que surten del sensor a través d’aquella part 
allargada que s’ha comentat abans. 
 
Per últim, falta comentar la part que facilita que la superfície amb el semiconductor imprès faci 
el contacte correctament amb la superfície amb els elèctrodes interdigitats. Aquesta part 
situada entre les altres dues és una corona rígida que permet que les dues parts estiguin 
separades en el repòs. 
 
Pel que fa al funcionament, es basa en la interconnexió d’aquestes dues parts de circuits que 
inicialment es troben separades i a mesura que l’usuari aplica força sobre el sensor, la 
superfície semiconductora comença a fer contacte amb la superfície dels circuits elèctrics. 
Aquest contacte progressiu deriva a un augment de les interconnexions i, alhora, en una 
reducció de la resistència. En conseqüent, a l’augmentar la força que s’aplica, els dos circuits 
que es troben en el repòs separats elèctricament per l’aire es comencen a unir a través del 
semiconductor i, per tant, la resistència que separa els dos pins externs del sensor decreix 
logarítmicament com s’analitzarà en apartats posteriors. 
 
Deixant de banda el funcionament intern del sensor i tornant a les seves característiques, falta 
comentar que la implementació d’aquest sensor serà més fàcil i còmoda, gràcies a que 
aspectes com el soroll i les vibracions no afecten significativament al correcte funcionament. 
A més, hi ha un altre factor que també simplificarà aquest disseny, perquè els canvis de 
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temperatura que pugui tenir també tenen una mínima importància. Alhora, els rangs 
d’utilització del sensor, és a dir, entre els -5 ºC i els 45 ºC de l’ambient passant pels 37 ºC del 
cos humà estan inclosos en el gran rang de treball que té el sensor. 
 
Pel que fa al preu del sensor per fer els experiments de camp i el prototipus, com només es 
necessiten comprar cinc sensors, no cal dirigir-se a un gran distribuïdor, ja que es poden 
obtenir per només 8,35€/unitat i sense despeses d’enviament en aquesta botiga espanyola 
[7].  
 
4.3. Experiment de camp del FSR 
Tot i que la fitxa tècnica disposa de material per tenir una aproximació de la relació de força 
aplicada amb la resistència que s’obté, cal analitzar cada sensor per veure exactament la 
relació que té cadascun dels cinc. 
 
Per aquesta raó és fa un primer experiment de camp per obtenir una sèrie de valors amb cada 
un dels cinc sensors i comparar-los amb el gràfic que ens proporciona el fabricant on es 
relaciona la força amb la resistència que dona el sensor. En la Figura 4.6 es mostra el 
muntatge de la prova. 
 
Figura 4.6. Muntatge de l’experiment per detectar la resistència del FSR 
 
Aquest experiment es porta a terme col·locant el sensor a caracteritzar sobre una balança 
digital que admet fins a 2 kg i té una precisió de grams, el qual es troba connectat a un 
multímetre per obtenir la seva resistència. Llavors, s’ha aplicar la força desitjada amb un dit i 
s’observa la resistència que mostra el multímetre. 
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Cal destacar que per obtenir les dades amb una certa fiabilitat, s’ha hagut de mantenir 
constant la força aplicada durant uns segons per aconseguir estabilitzar el resultat que 
mostrava el multímetre. Aquest fet ha dificultat molt l’experiment, perquè ha sigut molt difícil 
aconseguir que els usuaris apliquessin una força constant durant l’estabilització del 
multímetre. 
 
Aquest experiment, com es pot intuir no és tan precís com un assaig en el que se li apliquessin 
unes peces calibrades; experiment que es va intentar, però no va funcionar pel propi 
funcionament del sensor. Ja que com s’ha comentat abans, la part exterior del sensor conté 
una corona rígida que impedeix el contacte de les dues superfícies (la semiconductora amb 
la dels elèctrodes) i, per tant, el sensor no funciona correctament si s’aplica una força o en 
aquest cas es diposita un objecte rígid de dimensions més grans que el diàmetre interior de 
la corona, perquè la força queda aplicada sobre la corona. 
 
D’altra manera, a causa de les petites dimensions que té l’àrea activa del sensor, perquè 
funcioni correctament es necessita que la força s’apliqui amb una mena de superfície esfèrica 
i així poder maximitzar la força en la zona central i no fer contacte amb la zona rígida exterior 
del sensor, és a dir, en definitiva la millor forma de fer l’experiment perquè el sensor funcioni 
bé és amb els dits. 
 
Com es pot veure a primera vista en la Figura 4.8, els cinc sensors es comporten de forma 
similar i s’aproximen relativament bé a la corba que dona el fabricant mostrada en la Figura 
4.7 i Figura 4.8, tot i que, la dificultat d’obtenir un valor de força i resistència en un mateix 
instant, provoca una petita variació en les mostres de la part esquerra on la variabilitat és més 
elevada, degut a la forma logarítmica que té aquesta corba. 
 
Figura 4.7. Gràfic F-R original del FSR [5] 
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Figura 4.8. Gràfic F-R experimental dels sensors FSR 
 
A continuació, es fa un altre experiment, amb les mateixes condicions explicades pel primer 
assaig. En aquesta prova es vol determinar quin és el rang de força que els usuaris acostumen 
a aplicar en l’elaboració dels quatre nivells de força que se’ls demana. 
 
Per realitzar aquest segon assaig es seleccionen 8 persones de diferents edats i gèneres, i 
s’analitza la resistència mitjana de fer 3 vegades seguides i els 3 passos següents, i després 
es repeteix el procés 2 vegades al cap d’un temps. 
1. Fer una força que l’usuari consideri fluixa 
2. Fer una força que l’usuari consideri forta 
3. Fer dues forces diferents que es trobin entre la fluixa i la forta 
 
A continuació, es poden veure els gràfics obtinguts de la força aplicada en front la resistència 
i la conductància (la inversa de la resistència) que es poden extreure de la Taula 4.2. 
Usuari 
Nivell fluix Nivell intermedi fluix Nivell intermedi fort Nivell fort 
Força 
[grams] 
Resistència 
[k] 
Força 
[grams] 
Resistència 
[k] 
Força 
[grams] 
Resistència 
[k] 
Força  
[grams] 
Resistència 
[k] 
A 150 5,15 340 2,10 360 1,50 540 1,30 
B 144 4,40 398 1,57 410 1,40 540 1,22 
C 69 16,02 88 9,90 95 8,38 113 6,70 
D 55 14,07 73 9,50 107 8,29 201 2,73 
E 134 6,41 190 4,79 233 2,86 289 2,51 
F 99 7,13 110 6,15 140 5,87 164 4,02 
G 50 19,31 67 10,78 82 7,82 102 7,02 
H 39 95,01 50 25,15 59 21,37 68 16,20 
Taula 4.2. Dades obtingudes de l’experiment amb un grup d’usuaris 
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Aquests gràfics de la Figura 4.9 i Figura 4.10 es troben estratificats en funció dels quatre 
nivells, per poder obtenir informació més rellevant que estratificant-los en funció de cada 
usuari. 
 
Figura 4.9. Gràfic F-R experimental dels usuaris estratificat per nivells 
 
 
Figura 4.10. Gràfic F-G experimental dels usuaris estratificat per nivells 
 
Com es pot veure en aquests gràfics, amb els fulls de càlcul a l’Annex A, la força depèn molt 
de l’usuari. Aquests gràfics que es troben estratificats segons el nivell de força aplicat, sembla 
que no donen cap informació important, llevat que es veu que el rang d’actuació dels usuaris 
és entre 0 i 550 grams i, el sistema s’haurà de dissenyar perquè funcioni amb aquest rang. 
 
Però en realitat, en el segon gràfic també es pot veure que hi ha una altra informació 
relacionada amb la distribució de les mostres. Ja que, en la zona on les forces són més 
graduals hi ha una quantitat de mostres més elevada. 
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A més, l’amplada dels rangs és variable, amb els nivells de força més petits és menor, en 
canvi, l’amplada augmenta amb els nivells alts, és a dir, la variabilitat de cada nivell augmenta 
a mesura que el nivell és més alt. 
 
4.4. Condicionament i simulació del circuit del FSR 
Un cop parametritzat el sensor amb el rang de forces que podran aplicar els usuaris i, en 
conseqüència, les resistències que donarà el sensor; s’ha de dissenyar el circuit per tal de fer 
arribar al microcontrolador aquests valors de la resistència del sensor en forma de voltatge. 
 
Per dissenyar aquest circuit, es valoren diverses opcions i s’avaluen diferents exemples 
adjunts en uns documents proporcionats pel propi fabricant del sensor, Interlink Electronics 
[6]. Entre els exemples trobats i les alternatives investigades, s’arriba a la conclusió que hi ha 
dos models que podrien ser adequats.  
 
Model A 
A priori, sembla que un simple circuit divisor de tensió podria ser perfectament viable per 
obtenir els diferents valors de voltatge, i com la majoria dels microcontroladors no absorbeixen 
intensitat per les seves entrades, llavors el divisor no es veuria afectat i donaria valors fiables. 
 
Però, tot i així, s’ha decidit afegir un amplificador operacional (AO) de forma que s’obtingui un 
circuit seguidor de la tensió que surt del divisor de tensió com el que es veu a la Figura 4.11. 
Perquè d’aquesta forma a part de garantir que no es pugui absorbir corrent i pertorbar el valor 
de la tensió; s’aconsegueix aïllar elèctricament la part del sensor de la del microcontrolador 
que captarà aquest valor. 
 
Figura 4.11. Esquema elèctric del model A fet amb OrCAD 
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Com es pot veure en aquest circuit la resistència del sensor FSR (RFSR) es troba en un divisor 
de tensió entre 0 i 5V, i aquesta tensió intermèdia variable arriba a la tensió de la sortida (Vout) 
mitjançant un amplificador que equival a un seguidor de tensió sempre i quan l’amplificador 
operacional no estigui saturat i estigui en la zona lineal on V2=V3. 
 
L’equació d’aquest circuit en funció de la RFSR és la següent, i alhora, aquesta pot reescriure’s 
amb funció de la conductància del sensor FSR (GFSR) com en veu a continuació en l’Equació 
4.1. 
𝑉𝑜𝑢𝑡 =
𝑅1
𝑅1 + 𝑅𝐹𝑆𝑅
· 𝑉1 =
𝑅1
𝑅1 +
1
𝐺𝐹𝑆𝑅
· 𝑉1                                                                                                          (𝐸𝑞𝑢𝑎𝑐𝑖ó 4.1) 
 
Com es pot veure en aquestes dues equacions, cap de les dues és lineal i per tant no es pot 
obtenir una relació de proporcionalitat directa entre Vout i RFSR ni Vout i GFSR. 
 
Per a caracteritzar el sistema per tal que compleixi les especificacions de força i resistència 
obtingudes en l’experiment de camp es defineixen els següents paràmetres: 
- Es vol un rang d’actuació entre 0 grams [1M] i 600 grams [1,25k] 
- Es pren una tensió V1 = 5V 
- S’imposa que l’amplificador operacional treballi en la zona lineal (V2 = V3 = Vout) 
- Es vol Vout  = 0V → RFSR = 1M [Ʊ = 0S] 
- Es vol Vout  = 66% de 5V → RFSR = 2,5k [Ʊ = 400S], per tal d’obtenir la primera 
meitat del rang (fins a 300 grams) amb major resolució. En conseqüència, s’obté una 
𝑅1 =
𝑅𝐹𝑆𝑅
𝑉+− 𝑉𝑜𝑢𝑡
· 𝑉𝑜𝑢𝑡 =
2,5𝑘
5𝑉 − 0,66·5𝑉
· 0,66 · 5𝑉 = 4,85𝑘. Perquè si es volgués un Vout  = 
4,9V → RFSR = 1,25k [Ʊ = 800S], per tal d’aprofitar la major part del rang de 0 a 5V; 
s’obtindria una 𝑅1 =
𝑅𝐹𝑆𝑅
𝑉+− 𝑉𝑜𝑢𝑡
· 𝑉𝑜𝑢𝑡 =
1,25𝑘
5𝑉 − 4,9𝑉
· 4.9𝑉 = 61,25𝑘, però sobre la meitat del 
rang ja s’hauria saturat (aquests gràfics es poden veure en l’Annex B). 
 
Un cop caracteritzat el circuit, es pot crear l’esquema mostrat en la figura anterior i simular-lo 
amb un programa d’esquematització i simulació de circuits elèctrics, com és l’OrCAD Capture 
CIS Lite, programa utilitzat en l’assignatura d’Electrònica del Grau. 
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De la simulació del model A, s’obtenen els següents dos gràfics, la Figura 4.12 i Figura 4.13. 
 
Figura 4.12. Gràfic de la resistència RFSR en front Vout del model A 
 
 
Figura 4.13. Gràfic de la conductància GFSR en front Vout del model A 
 
Aquests gràfics es comenten amb més detall després d’explicar el model B; però, a priori, es 
pot confirmar que no són lineals i que no es saturen durant aquest rang de forces com s’havia 
previst i solucionat respecte a la variant analitzada d’aquest mateix model.  
 
Model B 
Degut a que en el model A s’obté una tensió que no depèn linealment amb la resistència ni 
amb la conductància, s’ha plantejat un altre model per posteriorment analitzar 
experimentalment quin s’adequa més a les nostres preferències. 
 
Per trobar un circuit que pugui ser lineal, s’ha consultat diversos materials, entre els quals 
destaca un llibre de Wait, John V. [8]; i finalment s’ha arribat a la següent equació, Equació 
4.2, on la tensió de sortida és inversament proporcional a la conductància. També hi ha un 
esquema en la Figura 4.14. 
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𝑉𝑜𝑢𝑡 = −
𝑅𝑚
𝑅𝐹𝑆𝑅
· 𝑉1 = −𝑅𝑚 · 𝐺𝐹𝑆𝑅 · 𝑉1                                                                                                             (𝐸𝑞𝑢𝑎𝑐𝑖ó 4.2) 
 
Figura 4.14. Esquema elèctric de la variant A del model B 
 
Però aquest circuit té un inconvenient, que és que se li haurien de subministrar tensions 
positives i negatives i això complica el muntatge, per aquesta raó es va seguir investigant i 
amb el suport del tutor es va poder arribar a un altre circuit, Figura 4.15, amb el qual es resol 
el problema de les tensions. 
 
Figura 4.15. Esquema elèctric del model B fet amb OrCAD 
 
Com es pot veure, aquest circuit es una mica més complex, però no afegeix nous dispositius 
actius, ja que només incorpora alguna resistència extra per obtenir una tensió de 1V a partir 
d’un divisor de tensió de 5V, tensió que es podrà aconseguir directament del microcontrolador. 
 
També es pot comprovar que hi ha una resistència entre l’entrada i la sortida de l’amplificador 
operacional que modifica la tensió de sortida. Aquest amplificador com en el model A, haurà 
de treballar en la zona lineal per poder garantir que no estigui saturat i així V2=V3 
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L’equació d’aquest circuit en funció de la RFSR és la següent, i alhora, aquesta pot reescriure’s 
amb funció de la conductància del sensor FSR (GFSR), Equació 4.3. 
𝑉𝑜𝑢𝑡 = 𝑉2 + 𝑅𝑚 · 𝐼𝐹𝑆𝑅 = 𝑉2 + 𝑅𝑚 ·
𝑉2
𝑅𝐹𝑆𝑅
= (1 +
𝑅𝑚
𝑅𝐹𝑆𝑅
) · 𝑉2 = (1 + 𝑅𝑚 · 𝐺𝐹𝑆𝑅) · 𝑉2                          (𝐸𝑞𝑢𝑎𝑐𝑖ó 4.3) 
 
Com es pot veure, en aquest cas l’equació que relaciona Vout i GFSR és lineal i per tant es podrà 
modelar amb major exactitud els seus paràmetres, com per exemple la seva pendent. 
 
Per tal de dimensionar el sistema a fi que compleixi les especificacions de força i resistència 
obtingudes, en l’experiment de camp es fixen els següents paràmetres: 
- Es vol un rang d’actuació entre 0 grams [1M] i 600 grams [1.25k] 
- Es suposa una tensió V1 = 5V 
- Es vol 𝑉3 =
𝑅2
𝑅1+𝑅2
· 𝑉1 = 1𝑉 → R1 = 4k i R2 = 1k 
- S’imposa que l’amplificador operacional treballi en la zona lineal (V2 = V3 = 1V) 
- Es vol Vout  = 1V → RFSR = 1M [Ʊ = 0S] 
- Es vol Vout  = 5V → RFSR = 1,25k [Ʊ = 800S] 
- S’obté una 𝑅𝑚 = (
𝑉𝑜𝑢𝑡
𝑉2
− 1) · 𝑅𝐹𝑆𝑅 = (
5𝑉
1𝑉
− 1) · 1,25𝑘 = 5𝑘 
 
Com en el model A, s’utilitza l’OrCAD Capture CIS Lite per fer l’esquemàtic, simular-lo i obtenir 
els gràfics següents, Figura 4.16 i Figura 4.17. 
 
Figura 4.16. Gràfic de la resistència RFSR en front Vout del model B 
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Figura 4.17. Gràfic de la conductància GFSR en front Vout del model B 
 
Un cop simulats els dos circuits, és poden veure una sèrie d’avantatges i inconvenients pels 
dos models, i per tant, s’han de valorar quins pesos se’ls ha d’aplicar a cada punt a favor i en 
contra per tal d’escollir el model que s’adapti millor a l’aplicació a dissenyar. 
 
Els avantatges i inconvenients més rellevants que es mostren en la Taula 4.3, s’analitzen 
considerant la conductància com a variable del sensor, perquè les equacions que s’obtenen 
en els dos models són funcionals i més adequades que les que depenen de la resistència. 
Característiques Model A Model B 
Disseny del circuit ✓ Més senzill  Més complex 
Equació logarítmica 
¿? Major resolució o rang dinàmic 
on la variació de la força és més 
gradual (força fluixa) 
¿? La resolució o rang dinàmic al 
llarg de tot el rang de forces és 
constant 
Equació lineal 
 La modificació de la R1 només 
modifica la pendent inicial, és a 
dir, la força necessària amb la que 
s’arriba a saturar el sistema 
✓ Facilitat per modificar la pendent 
en funció del força forta (màxima) 
de l’usuari 
Rang de tensió 
✓ El rang va de 0 a 5V, per tant 
s’adequa al microcontrolador 
✓ El rang va de 1V a 5V, per tant 
s’adequa al microcontrolador, 
perquè es pot reescalfar Vmín de 
1V a 0 
Taula 4.3. Característiques dels possibles circuits elèctrics 
 
4.5. Experiment de laboratori del circuit escollit 
Per escollir quin és el millor, en un principi s’ha valorat dissenyar els dos models i experimentar 
sobre els usuaris quin dels dos s’adequa millor. Però finalment, analitzant detalladament cada 
gràfic i comparant-lo amb l’experiment realitzat anteriorment on es mostraven les forces 
aplicades pels diferents usuaris estratificats pel nivell de força (Figura 4.9 i Figura 4.10), s’ha 
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arribat a la conclusió que no cal comprar el material i elaborar els dos experiments, perquè es 
pot veure que el model que millor s’adaptarà és el A. 
 
Per entendre, aquesta decisió cal fixar-se en els comentaris que s’han afegit en aquell apartat, 
on el primer explicava que en la zona de les forces més graduals hi havia una quantitat més 
elevada de mostres, és a dir, que convé augmentar la precisió del rang a forces petites, per 
tal de precisar millor la major quantitat de mostres. 
 
I el segon explicava que la variabilitat de cada nivell augmentava a mesura que el nivell era 
més alt, és a dir, que a mesura que augmenta la força la precisió dels usuaris és menor i, per 
tant, les dades que s’obtinguin també podrien ser menys precises, i en contrapartida, 
s’obtindria major precisió en les dades a forces inferiors on l’usuari pot controlar més la seva 
força. 
 
Llavors amb aquestes conclusions es pot veure que el gràfic que millor s’adapta a aquest 
comentari és el del model A, en el qual s’obté una major precisió en la primera part de la 
gràfica on a mesura que augmenta la força incrementa molt més la conductància. En canvi, 
en la zona de forces elevades, el rang de variació de conductància és menor, i això esdevé 
que no es pugui conèixer amb tanta precisió a quina conductància equival. En altres paraules, 
la característica relacionada amb l’equació logarítmica ha sigut la determinant per escollir el 
model més adequat. 
 
Arribat a aquest punt, es compren les cinc resistències normalitzades més properes al valor 
teòric (R1 = 4,85k) amb una tolerància de 1% (E96) que és l’estàndard en l’electrònica actual. 
Per conèixer quina és la resistència més pròxima és busca en la Taula 4.4, on els valors que 
apareixen s’han de multiplicar x10X per obtenir els  desitjats. 
 
Taula 4.4. Resistències normalitzades amb la tolerància del 1% (E96) 
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Les resistències que més s’aproximen són les de 4,87k, les quals es poden comprar en 
botigues físiques de Barcelona Onda Radio o Diotronic per 0,02€/unitat. 
 
A més a més de les resistències, es necessiten els cinc amplificadors, que com que només 
cal que no es trobin saturats en el rang de treball entre 0 i 5 V, no cal buscar cap amplificador 
especial i, per tant, funcionaran correctament els cinc amplificadors operacionals que facilita 
el tutor pel elaborar els circuits. Concretament, són tres circuits integrats del model TLV2372 
amb el seu circuit inclòs a l’Annex C, de Texas Instruments [9], que contenen cadascun dos 
AO. Aquest s’assemblen en una protoboard seguint la Figura 4.11 i s’obté la Figura 4.18. 
 
Figura 4.18. Construcció del circuit elèctric amb els AO 
 
Amb els circuits assemblats, es realitza un tercer experiment intern, Figura 4.19, en el qual 
s’avalua si efectivament tots els sensors segueixen la corba logarítmica simulada. En aquest 
cas, el muntatge és idèntic al segon experiment amb la balança i el sensor col·locat en el 
mateix lloc, però amb el multímetre configurat per obtenir la tensió en la sortida del circuit. 
 
Figura 4.19. Gràfic F-T experimental intern dels sensors 
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Com es pot veure en aquest gràfic, els cinc sensors es comporten pràcticament igual, i 
segueixen la corba logarítmica simulada en OrCAD. 
 
4.6. Microcontrolador 
Un cop s’ha dissenyat i verificat que el circuit electrònic compleix les especificacions 
desitjades, s’ha de seleccionar el dispositiu que controli i executi el programa que captarà i 
enregistrarà les forces aplicades als sensors. 
 
Per trobar el microcontrolador (C) o microprocessador (P) que millor s’adapti a les 
característiques que es necessiten; s’ha fet una recerca, principalment, en cinc pàgines web 
d’empreses de microxips: Microchip Technology (amb Atmel des de 2016) [10], Silicon Labs 
[11], Infineon Technologies [12], Texas Instrument [13] i ST Microelectronics [14]. També s’ha 
complementat amb un distribuïdor importat a nivell global anomenat Mouser Electronics [15]. 
S’han analitzat aquestes empreses, perquè són reconegudes a nivell global i disposen d’un 
gran ventall de productes de diverses característiques i exigències. 
 
En aquestes empreses s’han trobat una gran varietat de microxips, però per les nostres 
exigències, serà suficient amb un microcontrolador, perquè són més econòmics i les 
limitacions que tenen respecte als microprocessadors que disposen de més potència són 
suficients. 
 
En general, els microcontroladors són petites computadores dissenyades bàsicament per 
elaborar taques específiques, els quals porten incorporats les entrades, les sortides, la 
memòria per emmagatzemament dades i la memòria per processar-les i executar-les. En 
canvi, els microprocessadors són computadores completes que disposen de més recursos i 
estan preparades per elaborar una amplia varietat de treballs simultàniament i desenvolupar 
tasques més sofisticades i potents a gran velocitat, però s’han de complementar amb 
dispositius externs. Amb la Taula 4.5 es poden veure les diferències més significatives. 
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Característiques Microcontrolador (C) Microprocessador (P)  
Unitat central de processament, és 
a dir, CPU (Central Processing 
Unit) 
¿? Només és una de les seves 
parts, la que s’encarrega de dirigir 
les operacions 
¿? És bàsicament tot el xip 
Memòria d'accés aleatori, és a dir, 
RAM (Random Access Memory) i 
memòria només de lectura, és a 
dir, ROM (Read-Only Memory) 
¿? Es troben incloses en el circuit 
integrat del xip 
¿? Són dispositius externs que  el 
complementen 
Velocitat d’operació  Més lenta ✓ Més ràpida 
Dimensions 
✓ Té unes dimensions més 
reduïdes, perquè el circuit integrat 
ja conté tots els dispositius 
necessaris 
 Té unes dimensions més 
elevades, perquè amb la 
configuració més bàsica se li han 
d’afegir molts dispositius externs 
Interferències electromagnètiques 
✓ És menys susceptible a les 
interferències, pel seu disseny tan 
compacte i optimitzat 
 És més vulnerable a les 
interferències, a causa de les 
dimensions i de tenir acoblats 
dispositius externs 
Costos 
El preu és més econòmic, també 
degut al ràpid desenvolupament 
El preu és més elevat, en part per 
les característiques i pel temps de 
desenvolupament 
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Per tant, s’ha fet la Taula 4.6 amb els microcontroladors més senzills i, alhora, més econòmics 
que compleixen les següents característiques necessàries pel projecte. Aquestes 
característiques s’han obtingut gràcies a un expert qualificat en la matèria per poder quantificar 
i valorar quin és el microcontrolador més adequat pel disseny, però més endavant es 
comprovaran si les consideracions han sigut les adequades: 
- L’arquitectura mínima de processament de dades (potència de càlcul) ha de ser 8 bits. 
- La freqüència de rellotge ha de ser al menys 1MHz. 
- La memòria de programa 10KB, per poder emmagatzemar totes les instruccions del 
programa sense problemes de capacitat. 
- La memòria RAM de dades 5KB, per poder executar les instruccions i emmagatzemar 
les dades obtingudes sense saturar el xip, ni limitar la velocitat. 
- Ha de tenir al menys un convertidor analògic-digital, és a dir, un ADC (Analog-to-Digital 
Converter) 8 bits i 5 senyals de selecció, per poder convertir correctament els 
senyals dels cinc sensors amb una resolució adequada. Aquest complement l’ha de 
tenir degut a que s’ha decidit utilitzar uns sensors analògics, i per tant com s’ha anat 
comentant en apartats anteriors les dades que arriben al C són voltatge. 
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- Velocitat de conversió (temps) 0,5ms, per poder fer en 50ms una mitjana de 20 
lectures a tots els dits, la qual és una lectura més que suficient per detectar 
correctament tota la distribució de forces al llarg de la seqüència de l’usuari. 
- Ha de tenir la interfície de transmissor/receptor asíncron universal, és a dir, l’USART 
(Universal Asynchronous Receiver-Transmitter), l’USART (Universal Synchronous and 
Asynchronous Receiver-Transmitter) o similar per poder comunicar-se d’una forma 
senzilla amb un altre sistema i poder transmetre dades. 
Microcontrolador i fabricant 
Preu 
de 1 i 
100 
Amplada 
de bus de 
dades 
Freqüència 
màxima de 
rellotge 
Tipus i 
mida de 
memòria de 
programa 
Tipus i 
mida de 
dades 
RAM 
Resoluci
ó i canals 
de ADC 
Número 
de I/Os 
Tipus de 
interfície 
ATMEGA4808-XFR 
[Sèrie ATMEGA4808] 
MT 
1,14€ 
0,961
€ 
8 bits 20 MHz 
Flash 
48KB 
SRAM 
6KB 
10 bits 
12 canals 
23 I/O 
I2C, SPI, 
UART 
PIC32MM0064GPL020-
I/SS 
[Sèrie PIC32MM] 
MT 
1,20€ 
0,996
€ 
32 bits 25 MHz 
Flash 
64KB 
RAM 
8KB 
10/12 bits 
11 canals 
16 I/O 
SPI, 
UART 
XMC1100T016X0016AB
XUMA1 
[Sèrie XMC1100] 
IT 
1,30€ 
0,943
€ 
16/32 bits 32MHz 
Flash 
16KB 
SRAM 
16KB 
12 bits 
6 canals 
14 I/O 
I2C, I2S, 
SPI, 
UART 
EFM32HG309F64G-B-
QFN24R 
[Sèrie EFM32HG] 
SL 
1,34€ 
1,24€ 
32 bits 25MHz 
Flash 
64KB 
SRAM 
8KB 
12 bits 
? 
15 I/O 
I2C, SPI, 
UART 
STM32F070F6P6 
[Sèrie STM32F070F6] 
ST
M 
1,40€ 
0,917
€ 
32 bits 48MHz 
Flash 
32KB 
SRAM 
6KB 
12 bits 
12 canals 
15 I/O 
I2C, SPI, 
USART, 
USB 
PIC24FJ64GA702-I/SS 
[Sèrie PIC24FJ] 
MT 
1,44€ 
1,20€ 
16 bits 32MHz 
Flash 
64KB 
SRAM 
16KB 
10/12 bits 
10 canals 
22 I/O 
I2C, I2S, 
SPI, 
UART 
STM32L031F4P6 
[Sèrie STM32L031F4] 
ST
M 
1,60€ 
1,09€ 
32 bits 32MHz 
Flash 
16KB 
SRAM 
8KB 
12 bits 
10 canals 
15 I/O 
I2C, 
LPUART, 
SPI, 
USART 
579-PIC18F27K42-I/ML 
[Sèrie PIC18(L)F2xK42] 
MT 
1,70€ 
1,41€ 
8 bits 64MHz 
Flash 
128KB 
SRAM 
8KB 
12 bits 
24 canals 
25 I/O 
I2C, RS-
232, RS-
485, 
SMBus, 
SPI, 
UART 
MSP430FR2533IRHBT 
[Sèrie MSP430FR2633] 
 
TI 
2,72€ 
2,01€ 
16 bits 16MHz 
Flash 
16KB 
SRAM 
17,5KB 
10 bits 
8 canals 
19 I/O 
I2C, IrDA, 
SPI, 
UART 
MSP430F5308IRGCR 
[Sèrie MSP430F5308] 
TI 
2,91€ 
2,14€ 
16 bits 25MHz 
Flash 
16KB 
SRAM 
6KB 
10 bits 
12 canals 
47 I/O I2C, SPI 
MSP430F5310IPTR 
[Sèrie MSP430F5310] 
TI 
2,95€ 
2,17€ 
16 bits 25MHz 
Flash 
32KB 
SRAM 
6KB 
10 bits 
8 canals 
31 I/O 
I2C, IrDA, 
SPI, 
UART 
Taula 4.6. Característiques més rellevants dels principals microcontroladors vàlids pel projecte 
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Tot i que hi ha una gran varietat, es pot veure que a priori els més assequibles amb unes 
característiques molt semblants són els de la marca Microchip Technology, concretament la 
sèrie ATMEGA4808 o PIC32MM. Però per tenir en compte totes les despeses cal tenir present 
que per desenvolupar el codi i després introduir-lo al xip calen dos programes. Un per fer el 
desenvolupament del codi, el qual podria ser un entorn visual via web o mitjançant una 
aplicació. I un altre, per compilar el codi i programar-lo en el xip, és a dir, un compilador C. Per 
tant, s’ha analitzat cada fabricant per veure quines opcions donen. 
 
Cada fabricant té una forma de distribuir aquestes eines, però bàsicament totes es centren en 
programes universals que cobreixen l’àmplia gama que tenen. Tot i que, alguns tenen 
diferents versions segons l’arquitectura del C o segons les característiques desbloquejades. 
Però en general, tots els fabricants faciliten l’entorn gràfic i les eines per desenvolupar el codi 
de manera gratuïta i sense limitacions o mitjançant la compatibilitat amb programes de codi 
lliure (Llicència Pública General de GNU), fins i tot, alguns habiliten complements per facilitar 
la implementació del hardware en el codi. La gran diferència es troba en l’apartat de compilar 
el codi, en el qual cada fabricant segueix la seva estratègia, alguns faciliten el software gratuït, 
però amb certes limitacions; d’altres amb limitacions temporals, però totes les característiques 
disponibles; i uns altres faciliten el software totalment gratuït, però tenen una àmplia gama de 
hardware amb preus diferents per transmetre el codi compilat al xip amb diferents opcions i 
optimitzacions. 
 
Vist que hi ha tal magnitud de variants i s’hauria de precisar altres aspectes, com el volum de 
dispositius que es voldrien fabricar o característiques avançades que podrien fer falta. Per 
tant, es fa un anàlisi general on es comenten les opcions disponibles del fabricant més 
reconegut Microchip, i es comenten les diferències amb d’altres fabricants reconeguts 
esmentats abans. 
 
L’anàlisi es fa en base al fabricant Microchip, perquè els dos C més econòmics que 
compleixen les especificacions són d’aquest fabricant; i com es comentarà i s’explicarà en els 
següents paràgrafs, el xip que s’utilitzarà serà d’aquest fabricant. 
 
Pel que fa a l’entorn visual, disposa de tres variants un per la gama dels dispositius Atmel que 
és via aplicació (Atmel Studio); i dos per la gama dels microcontroladors amb controlador de 
interfície perifèrica, és a dir, el PIC MCU (Peripheral Interface Controller Microcontroller), i 
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similars, dels quals un és via aplicació (MPLAB X IDE) i l’altre via web (MPLAB Xpress), el 
qual ja incorpora el compilador i la tecnologia per programar o depurar els xips. 
 
Pel que fa a compilador també hi ha tres variants, dos per la gama Atmel (AVR GCC i ARM 
GCC), i un per la gama dels PIC MCU i similars via aplicació (MPLAB XC). Aquesta aplicació 
té subversions segons l’arquitectura del xip. A més, aquest fabricant té uns programes o 
complements que faciliten el treball amb els dispositius, el més útil és el MPLAB Code 
Configurator que incorpora codi prescrit d’operacions habituals i de perifèrics suportats pel xip 
que faciliten el treball de programar. 
 
Per altra banda, aquests compiladors inclouen també de manera gratuïta els arxius necessaris 
per programar i depurar el xip, però és en aquest apartat on hi ha una àmplia gama de 
dispositius amb diversos preus per programar el codi compilat en el xip. Concretament, hi ha 
7 variants, de les quals hi ha una primera versió totalment gratuïta que només serveix per 
simular el programar en mode depurador (MPLAB REAL ICE); i les altres 6 variants, amb 
preus que van des dels 13€ fins als 218€, que serveixen per diferents models d’Atmel, PIC o 
similars (ATMEL-ICE, MPLAB PICkit 4, MPLAB ICD 4). Els més econòmics només són 
compatibles per algun model en particular i tenen opcions més limitades com l’optimització del 
codi o la de la velocitat d’execució del codi. 
 
Aquest fabricant, a més, incorpora un altre producte gratuït orientat a la programació de xips 
en cadena, és a dir, un programa orientat a la producció amb dos modes, un per l’usuari 
dissenyador de la implementació del codi i un altre per programar o depurar els xips en cadena 
(MPLAB IPE). 
 
Altres fabricants com TI també tenen entorn gràfic gratuït en format web i d’aplicació, però 
alhora compatibilitzen el seu programari per utilitzar programes de codi lliure. També 
proporcionen aplicacions complementàries per facilitar la generació del codi, i faciliten 
diversos compiladors que necessiten de hardware disponible a preus variats des del 96€ fins 
als 1.303€, preus molt més elevats que el fabricant Microchip. 
 
O com el STM que té diversos entorns gràfic, algun dels quals només es troben gratuïts en la 
versió de prova. En quant al compilador, aquest fabricant té característiques similars als altres, 
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perquè també té una gran gama de compiladors, però en aquest cas alguns compiladors ja 
s’inclouen en el preu del hardware amb preus lleugerament més elevats que els de Microchip. 
 
Tot i veure, que tant el millor microcontrolador com el programari més econòmic són del 
fabricant Microchip; s’ha decidit utilitzar el microcontrolador PIC18F4520 [16] amb el seu 
circuit inclòs a l’Annex D, perquè el tutor ha facilitat una unitat amb el hardware necessari per 
programar-lo i posar-lo en funcionament. Pel que fa a aquest C compleix de sobre els 
requisits abans plantejats, fins i tot, supera de molt algunes característiques com la freqüència 
de rellotge o les memòries, tot i que, la seva versió de fabricació és lleugerament antiga, fet 
que incompatibilitzarà certes facilitats que es disposen pels nous dispositius del fabricant. 
 
Sinó es disposes d’una C, es recomanable comprar un de la sèrie PIC32MM amb un preu 
d’1,20€/unitat que és compatible amb els compiladors més econòmics MPLAB Snap (13€) i 
MPLAB PICkit 4 (42€) 
 
Per fer funcionar el microcontrolador PIC18F4520, s’han hagut d’utilitzar una sèrie de 
programes i complements que fossin compatibles amb l’antiguitat d’aquest xip. En la Taula 
4.7 es detallen els programes utilitzats i hardware utilitzat. 
 Programa Preu Comentaris 
Entorn gràfic MPLAB X IDE [17]  Gratuït 
S’ha utilitzat aquest entorn gràfic via aplicació, perquè no es 
necessita connexió a internet i conté totes les característiques 
habilitades. 
Compilador 
MPLAB XC8 [18]  Gratuït 
S’ha utilitzat aquest compilador i amb aquesta versió (v1.34), 
perquè és l’última compatible al 100% per aquests dispositius. 
Llibreries 
perifèriques pel 
PIC18 (peripheral-
libraries-for-pic18-
v2.00) [19]  
Gratuït 
S’han hagut d’instal·lar aquestes llibreries (amb versió v2.00) 
per poder habilitar i utilitzar els perifèrics admissibles en 
aquest C. 
Per habilitar aquestes llibreries en un projecte, només cal 
entrar en la configuració del compilador i activar l’opció Link in 
peripheral library en l’apartat XC8 Linker.  
MPLAB Code 
Configurator 
Gratuït 
Finalment no s’ha pogut utilitzar aquest complement que 
facilita la programació del codi, perquè es necessita un C 
més actual. 
Programador 
i depurador 
MPLAB REAL ICE 
[20] 
Gratuït 
S’ha utilitzat aquest simulador per fer unes primeres proves on 
només es volia provar pas per pas certes instruccions del codi. 
MPLAB ICD 3 
Aprox. 
200€ 
S’ha utilitzar aquest programador i depurador per guardar i 
executar el codi en el C. 
Taula 4.7. Esquema dels programes de Microchip utilitzats per programar el microcontrolador 
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4.7. Programació del sistema del C 
Amb el microcontrolador seleccionat, ara s’ha de definir el programa amb el qual es basarà el 
sistema de captació de contrasenyes a través dels sensors de força. 
 
Per definir les característiques bàsiques, primer s’ha de precisar i comentar el funcionament 
que té amb aquest sistema que s’està definint i configurant amb un altre sistema que no 
s’haurà de caracteritzar, perquè és complementari a aquest treball. 
 
Concretament, l’altre sistema que interactuarà amb aquest sistema serà el responsable de 
decidir mitjançant IA si les dades que se li envien del projecte pertanyen o no a un determinat 
usuari; i prendre les decisions oportunes com per exemple autentificar a l’usuari si són 
correctes o tornar a demanar una nova contrasenya a sistema dissenyat en aquest projecte, i 
per tant, esperar a que se li torni a enviar les dades que provenen de condicionar la 
contrasenya que fa l’usuari a través dels sensors. 
 
Per fer la interacció amb aquest sistema s’utilitza un dels protocols més senzills utilitzant el 
perifèric USART, pràcticament igual que un anomenat UART, però que inclou algun avantatge 
com la possibilitat de transmetre de manera asíncrona, tenir una velocitat de dades més 
elevada gràcies al rellotge extern o admetre més quantitat de protocols, entre d’altres. Aquest 
perifèric es basa en transmetre informació byte a byte on cada byte es transmet de forma 
seqüencial de bit en bit, i un cop enviat el destinatari l’ha de reassemblar per obtenir el byte. 
Aquest tipus de protocol és un dels més senzills on la informació es transmet sense codificar. 
 
Posteriorment i en properes optimitzacions del disseny s’hauria de codificar amb algun mètode 
d’encriptació actual que garanteixi la seguretat i protecció de les dades de l’usuari. Però, per 
fer una primera versió del disseny i del prototipus del sistema, en aquest treball la comunicació 
amb el sistema que incorpora la IA amb la qual s’autentifica a l’usuari es fa mitjançant el 
protocol UART. 
 
Per poder interactuar correctament entre els dos sistemes, cal definir una sèrie de protocols 
que es mostren en la Taula 4.8. A més s’ha de definir una velocitat de transmissió de les 
dades, perquè el microcontrolador i el sistema que porta la IA puguin rebre i enviar els bytes 
correctament. 
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 Codi en byte (en decimal) Explicació 
Codis que pot enviar la 
IA al C 
01101100 (108) La IA vol rebre una nova contrasenya 
01001011 (75) 
La IA vol rebre un altre cop la última contrasenya 
(probablement, perquè ha rebut malament la 
contrasenya anterior) 
Codis que pot rebre la 
IA del C 
00010010 (18) 
El C avisa a la IA que la contrasenya s’ha guardat 
correctament i que a continuació li enviarà 200 byte 
amb la contrasenya més un altre byte de 
comprovació 
01010001 (81) 
El C avisa a la IA que la contrasenya generada és 
incompleta i que no se li enviarà 
Taula 4.8. Protocols establerts entre el sistema dels sensors i el de la IA 
 
Un cop decidit el protocol d’intercanvi d’informació, s’ha de definir la forma d’emmagatzemar 
les dades que es llegeixen en els sensors. Com el xip adquirit inclou un perifèric que pot fer 
lectures analògiques i convertir-les en digitals de 10 bits de fins a 13 canals, es configuren els 
5 sensors amb el seu circuit condicionat amb l’amplificador en els cinc primers canals (0-4) 
del convertidor analògic-digital. 
 
Aquestes dades s’han d’obtenir d’una manera reiterativa i alhora prou ràpides com per poder 
captar tots els moviments dels dits, per tant s’ha decidit que captar una lectura cada 50ms és 
més que suficient per qualsevol moviment en els dits. 
 
Aquesta lectura que inclou mostres dels cinc dits s’ha de fer de manera seqüencial, perquè 
aquest microcontrolador com la gran majoria inclou només un convertidor, el qual no té 
problemes per fer les cinc mesures dels dits. Per aquesta raó és decideix fer 20 mostres de 
cada dit durant els 50ms i guardar la seva mitjana, i així evitar guardar la mesura errònia 
d’algun dit. A més s’ha d’incorporar un retard per aconseguir que les lectures es captin cada 
50ms. 
 
Aquests 50ms provoquen que si cada mostra es guarda en una variable float, és a dir, de 16 
bits, i es volen enviar 200 bytes, es necessitin 5s per obtenir la contrasenya completa, la qual 
està conformada de 100 mostres obtingudes de manera síncrona al llarg del temps. Aquest 
temps és totalment acceptable, i per tant no cal modificar el retard afegit, encara que potser 
en futures optimitzacions es podria reduir o ampliar el temps de lectura de la contrasenya o, 
fins i tot, augmentar la quantitat de dades emmagatzemades i enviar-li a la IA molta més 
informació. 
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Un cop decidit el temps de lectura de la pressió dels dits i la forma de llegir els sensors, només 
cal convertir aquest voltatge analògic dels cincs sensors en una variable de 16 bits, perquè la 
quantitat de dades que es poden emmagatzemar en 2 bytes cada 50ms és suficient. 
 
Per convertir aquests 5x10bits que s’obtenen de fer les 20 mitjanes en 2 bytes, es valoren 
dues opcions. Una primera opció en la qual es fa una suma de les cinc lectures i es guarda 
en la variable, és una opció totalment vàlida, perquè com a màxim s’ha de guardar informació 
en 13 bits. Una segona opció en la qual es guarda la posició del bit més significatiu diferent 
de 0 de cada sensor i es concatenen, també totalment vàlida perquè només s’utilitzen 15 bit 
(3 bits per dit). 
 
El més important a l’hora d’escollir quina opció és la millor, és valorar quina és la informació 
que es perd. En el primer cas, sumar els cinc sensors provoca que es perdi la pressió que fa 
cada dit, en definitiva combina la força de tots els sensors en un únic valor que varia el seu 
valor en funció de la força global que s’aplica als sensors en cada moment. En canvi, en el 
segon cas el que es perd és la precisió exacta de força de cada dit, és a dir, es pot conèixer 
amb quins dits s’ha premut més força, però no el valor exacte. 
 
En definitiva, es decideix optar per la segona opció, perquè la informació que en teoria es 
perd, ja no és la més precisa degut a que aquest tipus de força no donen una precisió molt 
molta. I d’aquesta manera no és perd quina és la contribució de cada dit en cada moment, 
informació que es creu molt rellevant, perquè es creu que els usuaris es memoritzaran una 
seqüència de distribució de forces dels dits i no una força concreta. 
 
Alhora, utilitzant aquesta opció d’emmagatzemar la posició del bit més significatiu 
s’aconsegueix un rang dinàmic, perquè els números tant en format digital com binari tenen un 
comportament logarítmic. Aquest fet és més útil del que podria semblar en un principi, perquè 
fa que es solucioni la variabilitat que apareixia a l’augmentar la força que es podia veure en la 
Figura 4.9 i Figura 4.10, és a dir, al guardar les dades d’aquesta forma es perd més precisió 
en els nivells on s’aplica més força i els valors obtinguts són més imprecisos i es perd menys 
informació en els nivells baixos on els usuaris acostumen a fer una força més precisa. 
 
Per acabar de codificar les mostres s’ha d’atribuir una posició a cada bit dels 10 bits que 
s’obtenen del ADC, però per el format utilitzat només es pot arribar fins al 7 (3 bits). Per tant 
es decideix guardar amb el 111 (el 7 en decimal) a tots els valors que es trobin entre 
1000000000 i 1111111111, amb el 110 (el 6 en decimal) a tots els valors que es trobin entre 
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0100000000 i 0111111111, i així successivament fins arribar al 000 (el 0 en decimal) on 
s’inclouen des de el 0000000000 fins al 0000000111. 
 
D’aquesta manera s’obté un petit rang de valors nuls que s’utilitzen per finalitzar la 
contrasenya abans d’hora en el cas que hi hagi un nombre igual o superior a 3 sensors amb 
valors nuls en una mateixa mostra, ja que d’aquesta manera s’evita que l’usuari pugi fer la 
seva seqüència només amb un dit, polsant i despolsant, de la mateixa forma que es faria en 
un sistema funcionant amb autentificació a través del PIN. 
 
A continuació es fa un petit exemple on es veu pas per pas, el funcionament de lectura i 
conversió del ADC del C pels cinc sensors una única mostra. 
 
Exemple 
El sensor A té una força, és a dir, una resistència equivalent que expressada en intensitat 
després del circuit elèctric amb l’amplificador es de 2,45V. Aquesta tensió que sense 
convertidor seria llegida com un 0, si la tensió negativa és 0V i la positiva 5V; al ser llegida en 
un ADC de 10 bits es converteix en un valor entre 0 i 1023, concretament en 501 que expressat 
en binari és 0111110101. 
 
Del valor que s’obté, després de rellegir-lo 20 vegades i fer-li la mitjana, que serà pràcticament 
el mateix perquè no ha donat temps a moure el dit; es guarda només la posició del bit més 
significatiu. En aquest cas, el bit més significatiu diferent de 0 d’aquest valor 0111110101 és 
el 110 (en decimal 6). 
 
Si ara es repeteix el procés s’obtenen aquest valors de les mitjanes dels altres sensors: 
- Sensor B → 0,5V → 102 → 0001100110 → 011 
- Sensor C → 1,5V → 307 → 0100110011 → 110 
- Sensor D → 3,6V → 737 → 1011100001 → 111 
- Sensor E → 1,1V → 225 → 0011100001 → 101 
 
Un cop s’obtenen aquests valors, la variable int amb els 16 bits que correspon a una mostra 
en concret és fàcil obtenir-la, ja que només es necessita concatenar els valors dels cinc 
sensors #110011110111101, deixant el primer bit lliure per utilitzar-lo de bit extra, que després 
es comentarà. 
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Deixant de banda l’exemple, només falta acabar de definir el procediment del propi programa, 
per això es fa un esquema dels passos que segueix el programa amb el comentari dels 
apartats més rellevants, per tal d’entendre el funcionament i les funciones més bàsiques que 
s’utilitzen. A més s’adjunta el codi del programa en l’Annex E. 
- Primer, s’inclouen, es configuren, i s’inicialitzen les diverses funcions i variables que 
s’utilitzen al llarg del programa. 
 
- La placa de desenvolupament Open18F4520 Development board s’utilitza per 
simplificar les connexions de les entrades i sortides del C. En definitiva, per connectar 
amb facilitat els sensors amb el seu circuit elèctric als cinc pins d’entrada analògica i 
també per connectar els cinc LEDs vermells que s’utilitzen amb la seva resistència de 
330 amb una tolerància de 5% necessària per que il·luminin correctament. A més, 
també facilita la connexió de la font de tensió de 5V i de la transmissió de dades 
USART. 
- La funció LlegirFSR només serveix per llegir i convertir la mitjana dels voltatges 
analògics llegits en els cinc sensors, aquesta funció utilitza la funció SetChanADC del 
ADC per seleccionar el canal, és a dir, per seleccionar de quin sensor farà la lectura, 
ConvertADC per començar a convertir el voltatge, BusyADC per saber si la conversió 
ha acabat i ReadADC per obtenir el resultat de la conversió. 
- La funció EnviarPIN serveix per enviar a la IA les 100 mostres de contrasenya de byte 
en byte a través de la funció WriteUSART, quan el perifèric no es troba transmetent o 
rebent informació, informació que es sap utilitzant la funció BusyUSART. Per tant, 
s’envia primer la meitat menys significativa d’una mostra (un byte) i després la més 
significativa (un altre byte), és fa d’aquesta manera, perquè quan s’envia l’última 
S'inclou la llibreria pels C. A 
més, quan fas el projecte en 
MPLAB X IDE has d'activar la 
dels perifèrics (com s'ha 
comentat anteriorment).
Es preconfiguren els bits 
d'una manera determinada 
per facilitar el muntatge i 
poder utilitzar la 
Open18F4520 Development 
board.
Es configuren uns pins de 
sortida per mostrar uns lefs i 
s'inicialitzen les variables 
entre elles la velocitat del 
rellotge extern de 4MHz.
També s'inicialitzen dos 
funcions: LlegirFSR, que 
serveix per llegir i convertir 
els sensors; i EnviarPIN, que 
serveix per enviar la 
contrasenya completa a la IA.
Es configura el ADC 
mitjançant la funció OpenADC
amb les tensions de 
referència (0V i 5V), amb la 
velocitat de rellotge, amb els 
pins que es volen amb lectura 
analògica, entre d'altres 
paràmetres.
Es configura l'USART 
mitjançant la funció 
OpenUSART amb mode 
asíncron, amb 
transmissió/recepció de 
dades de 8 bits, amb una 
velocitat de transmissió de 
19200 bps, entre d'altres 
paràmetres.
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mostra es modifica el valor d’aquell bit extra més significatiu que sempre es configura 
amb 0, menys en la última mostra. D’aquesta manera la IA quan rep en una mostra 
parella de la contrasenya amb el bit més significatiu igual a 1, sap que només li falta 
rebre el byte de comprovació, és a dir, s’utilitza com un bit sentinella. Finalment també 
s’envia un byte final de comprovació que suma totes els bytes de la contrasenya 
enviats. 
- A continuació, comença el bucle principal. 
 
 
 
 
 
4.8. Experimentació del sistema 
Amb el programa totalment funcionant i operatiu, Figura 4.20, s’ha realitzat un altre experiment 
intern, per comprovar que rep i envia informació a un dispositiu extern, en aquest cas de 
manera provisional a un terminal instal·lat en l’ordinador anomenat Terminal. 
El programa es troba en repòs amb 3 díodes emissors de llum, és a dir, LED (Light-Emitting Diode), encesos 
dels 5 que implementa el disseny, fins que la funció DataRdyUSART informa que està rebent informació i 
executa la funció ReadUSART per captar el codi enviat des de la IA. Per representar els LEDs en repòs s'utilitza 
el següent esquema (✓✓✓). 
 
Quan el C rep el codi per començar a capturar la contrasenya (108), s’apaguen els LEDs () i 
s’executa la funció LlegirFSR fins que passa una de les dues opcions: 
- Passen 2 segons amb més de 2 dits nuls i llavors envia a la IA el codi d’error (81) i torna al 
repòs (✓✓✓). 
- Rep més de 3 lectures no nul·les i els LEDs es posen en el mode comptador des de 5s 
(✓✓✓✓✓) on cada segon s’apaga un LED, és a dir, quan queden 4s (✓✓✓✓), 3s 
(✓✓✓) fins a 0s (). Al mateix temps, comença a captura la contrasenya de la 
manera que s’ha comentat en l’exemple anterior. 
 
Comença a generar mostres cada 50ms amb el mètode comentat anteriorment fins que 
passa una de les dues opcions: 
- Es detecten més de 2 dits nuls abans de que passin 3 segons i llavors envia a la IA 
el codi d’error (81) i torna al repòs (✓✓✓) 
- Es detecten més de 2 dits nuls després de que passin 3 segons; i llavors completa 
la contrasenya amb ceros, envia el codi (18), executa la funció EnviarPIN, els 
LEDs es posen en mode alternatiu apagant () i encenent (✓✓✓✓✓) els 
LEDs durant 2 segons i torna al repòs (✓✓✓). 
- Acaben els 5 segons sense detectar més de 2 dits nuls en cap mostra, i llavors  
envia el codi (18), executa la funció EnviarPIN, fa el mateix que l’apartat anterior 
amb els LEDs i torna al repòs (✓✓✓). 
Quan el C rep el codi per repetir la transmissió de la contrasenya (75) i s’executa la funció 
EnviarPIN i torna al repòs (✓✓✓). 
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Figura 4.20. Muntatge de l’experiment intern on s’elaboren diverses contrasenyes 
 
Per elaborar aquest experiment s’han dissenyat dos contrasenyes diferents, Taula 4.9, on 
s’han definit dos nivells de força diferents: un amb força elevada marcada amb una X i un amb 
força reduïda sense marcar. 
 
Taula 4.9. Model de les dues contrasenyes testades 
 
D’aquesta prova s’han elaborat 20 repeticions de cada contrasenya en diferents moments del 
dia, i s’han obtinguts dades molt rellevants, perquè sense utilitzar el sistema de IA s’han pogut 
veure a simple vista diferències significatives. Aquestes dades obtingudes amb l’aplicació 
Terminal, s’han tractat i separat per cada dit i s’ha pogut observar quines dades pertanyen a 
una contrasenya i quines a les altres. 
 
A continuació es mostra un dels gràfics amb el dit A, Figura 4.21, de les repeticions de les 
dues contrasenyes. La resta de les mostres i gràfics obtinguts es troben en l’Annex F. 
Dit A Dit B Dit C Dit D Dit E Dit A Dit B Dit C Dit D Dit E
X X X
X X X
X X X
X X X
X X X
X X X X X X
X X
X X
X X
X X
X
CONTRASENYA tipus I, II, III, IV, etc.CONTRASENYA tipus 1, 2, 3, 4, etc.
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Figura 4.21. Gràfic del dit A d’algunes mostres de les dues contrasenyes 
 
Com es pot veure en el gràfic, encara que hi ha diferències significatives a simple vista amb 
la quantitat i posició de pics i baixades a diferents moments, també hi ha problemes visuals 
alhora de veure si la contrasenya es la mateixa quan s’introdueix a diferents velocitats. Això 
es deu a que les dades només estan mostrades una darrera de l’altra i el temps emprat per 
realitzar la contrasenya és molt important visualment. 
 
Aquest aspecte purament visual, per les xarxes neuronals amb les que es basa el sistema de 
IA que analitza cada contrasenya no li representa cap problema, perquè aquestes xarxes 
incorporen un entrenament previ amb diverses contrasenyes de diferents usuaris que poden 
predir amb molta certesa qualsevol variació que es detecti en la nova contrasenya, per 
autentificar si la variació és lleugera i acceptable, o denegar l’accés si es creu que l’usuari no 
és el correcte. 
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5. DISSENY 
5.1. Prototipus 
Per finalitzar aquest disseny, s’assembla tot des del sistema dels sensors FSR de força fins 
al cable USB que s’utilitza per connectar el sistema amb la IA a través de la USART, passant 
per el circuit elèctric i la placa de desenvolupament que incorpora el C. 
 
Per fer aquest prototipus s’ha valorat fer un disseny amb una impressora 3D, perquè té un 
cost prou econòmic amb unes prestacions òptimes per fer aquest prototipus. Però finalment 
s’ha decidit utilitzar un disseny de cartró amb tall làser, Figura 5.1, perquè s’obtenen unes 
característiques similars i es té contacte amb una impremta que facilita les instal·lacions. 
 
Figura 5.1. Prototipus dels sensors i el microcontrolador 
 
Com es pot veure en la Figura 5.1 i Figura 5.2, s’ha realitzat el prototipus més senzill possible 
mitjançant una caixa de cartró tallada a mida amb làser que garanteix les necessitats 
exposades al llarg del projecte i que incorpora els cinc sensors i els cinc LEDs per conèixer 
l’estat del sistema en cada moment. 
 
Figura 5.2. Part interior del prototipus 
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En el seu interior, s’han incorporat totes les connexions del C que fan referència als LEDs i 
al circuit elèctric amb els amplificadors i els sensor. 
 
Per qüestions d’estètica i espai, s’ha decidit fer la connexió amb la placa de desenvolupament 
del C a l’exterior del muntatge, Figura 5.3, i per tant s’han col·locat tots els cables 
estratègicament per conduir-los a l’exterior a través d’una ranura superior que els connecta 
amb el C. 
 
Figura 5.3. Connexions dels cables amb el microcontrolador 
 
D’altra banda, la placa de desenvolupament té tres conjunts de connexions utilitzades: 
- Les de la connexió USART per transmetre i rebre informació de la IA que es troben en 
la part lateral inferior de la figura. 
- Les que són un conjunt d’entrades i sortides, algunes de les quals s’utilitzen com a 
entrades dels sensors de força i altres com a sortida per modificar l’estat dels LEDs. A 
més, hi ha dos pins que s’utilitzen per porta la tensió de 5V al circuit amb amplificadors. 
- Les de la tensió d’alimentació que es troben en la part inferior dreta. 
 
Deixant de banda el prototipus realitzat, s’ha fet un disseny 3D del que podria ser un disseny 
més optimitzat o ergonòmic per l’usuari, Figura 5.4. 
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Figura 5.4. Simulació d’un possible prototipus optimitzat  
 
Aquesta possible futura versió del prototipus incorpora una superfície semiesfèrica similar a 
la d’un ratolí d’ordinador per poder situar la mà i realitzar la seqüència de forces amb més 
precisió i comoditat. També incorpora una petita pantalla on es podria donar més informació 
de l’estat actual de la contrasenya, com unes frases d’ajuda a l’usuari com “Col·loca els dits 
als sensors”, “Contrasenya invàlida, mantenir el dits en contacte durant la contrasenya”, etc. 
A més de millorar el compte enrere amb una barra decreixent o mostrant digitalment els 
segons que queden. 
 
5.2. Pressupost 
Pel que fa amb les despeses derivades del projecte cal comentar que hi ha diversos dispositius 
en els quals els afecta molt significativament la quantitat que es necessita. Per tant, s’explica 
el cost derivat de fer aquest primer prototipus sense tenir en comptes que el preu per unitat 
de la gran majoria de dispositius es veuria molt afectat si s’incrementessin les unitats. 
Per altra banda, hi ha els costos derivats del desenvolupament com són els costos de 
personal, incloent el personal expert que s’ha consultat, i els de l’amortització dels dispositius 
emprats durant el desenvolupament i muntatge del prototipus, que un cop es finalitzés la fase 
de desenvolupament ja no afectarien amb aquesta magnitud sobre el pressupost.  
 
En la Taula 5.1 es detalla el preu amb l’IVA inclòs de tots els costos derivats d’aquest projecte, 
tant per la recerca del projecte com pel desenvolupament del prototipus. 
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 Dispositius 
Temps 
emprat 
[mesos] 
Temps 
d’amortització 
[mesos] 
Unitats 
Preu/unitat 
[€] 
Preu 
[€] 
Sub-total 
[€] 
C
o
s
to
s
 d
e
l 
d
e
s
e
n
v
o
lu
p
a
m
e
n
t Ordinador 6 60 0,1 800 80 
131,68 
Placa de 
desenvolupament 
Open18F4520 
Development board 
4 24 0,17 80 13,34 
MPLAB ICD 3 4 24 0,17 200 33,34 
Eines manuals, 
soldador i similars 
4 48 0,08 60 5 
C
o
s
to
s
 d
e
l 
p
ro
to
ti
p
u
s
 
Sensors FSR402   5 8,35 41,75 
88,54 
Resistències del 
circuit elèctric 
  5 0,02 0,10 
Circuit integrat 
TLV2372 amb dos AO 
cadascun 
  2 2,42 4,84 
LEDs amb les seves 
resistències 
associades 
  5 0,13 0,65 
Microcontrolador 
PIC18F4520 
  1 1,20 1,20 
Material extra (cables, 
cinta adhesiva, etc.) 
  1 10 10 
Material i maquinaria 
per realitzar la caixa 
de cartró del 
prototipus 
  1 30 30 
C
o
s
to
s
 d
e
l 
p
e
rs
o
n
a
l 
Personal en formació   360h 10h 3.600 
6.000 
Personal expert 
(director) 
  40h 60h 2.400 
TOTAL 6.220,22 
Taula 5.1. Costos i despeses del projecte 
 
En resum, per realitzar aquest projecte s’han necessitat uns 6.500 euros, els quals s’han 
distribuït amb el 96,5% pels costos del personal que ha desenvolupat i realitzat el prototipus, 
el 2,1% pels costos del material pel desenvolupament i el 1,4% restant pels costos de construir 
el prototipus. 
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5.3. Impacte social i ambiental sobre l’entorn 
Pel que fa a l’impacte que provoca aquest projecte, com és un projecte que precisa de poc 
espai material no es precisa d’un canvi significatiu en l’entorn i provocaria en general un 
impacte positiu. En quant a tots els materials electrònics emprats, compleixen la normativa 
RoHS [21]. Per tant, per la seva fabricació no s’ha utilitzat cap dels materials perillosos (plom, 
cadmi, mercuri, etc.) que es restringeixen en aquesta normativa. I els altres materials utilitzats, 
com cables, cintes adhesives o cartró són reciclables. 
 
Bàsicament cal destacar que en una suposada implementació del sistema en la societat 
actual, s’hauria d’aconseguir substituir tots els mecanismes actuals de verificació per PIN i, en 
conseqüència, comportaria una gran despesa de materials electrònics que s’haurien d’intentar 
reutilitzar per reduir de manera significativa l’impacte ambiental que generarà la fabricació de 
tots els nous sistemes. Fins i tot, en alguns casos es podrien analitzar els sistemes actuals 
per intentar aprofitar la major quantitat de material i així reduir aquest impacte. 
 
Relacionat amb la implementació del nou mètode per generar les contrasenyes, cal tenir 
present que els futurs usuaris s’hauran d’acostumar i adaptar als petits canvis que provoca. 
Aquests canvi, com qualsevol modificació en rutina d’un usuari, pot provocar que una petita 
part de la població reaccioni amb rebuig i, per tan s’hauria de valorar introduir altres comoditats 
o alternatives per reduir-lo en la mesura del possible. 
 
5.4. Planificació 
Per desenvolupar aquest projecte s’ha realitzat una planificació, la qual s’observa en el 
següent diagrama de Gantt, Taula 5.2. 
 
Mesos 
Jul. Ago. Set. Oct. Nov. Des. Gen. 
Recerca general i de sensors               
Recerca i disseny del circuit elèctric               
Prova parcial               
Recerca de microcontroladors i experiments               
Aprenentatge del llenguatge de programació C               
Programació del sistema en el C               
Disseny i muntatge del prototipus               
Experiment final               
Redacció de la memòria               
Revisió i entrega de la memòria               
Taula 5.2. Diagrama de Gantt de la planificació del projecte  
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CONCLUSIONS 
Actualment, la velocitat que porta les societats en els països desenvolupats provoca que es 
descobreixin materials, tecnologies i dispositius nous cada dia. Això esdevé que sistemes i 
productes desenvolupats amb la tecnologia punta del avui i amb un desenvolupament intern 
que els fa els més segurs del món, quan surten al mercat ja necessiten una actualització o, 
fins i tot, una modificació del hardware perquè se’ls a descobert una esquerda o la 
competència a desenvolupat algun sistema per quedar totalment desprotegit. 
 
En definitiva, el que es vol deixa constància és que amb aquest treball, amb la tecnologia 
present, s’ha obtingut un sistema que incorporar els avantatges que té l’autentificació per PIN 
i soluciona els punts negatius. D’aquesta manera es pot arribar a un sistema més protegit de 
terceres persones que vulguin fer-se passar per una altra sense augmentar la dificultat 
requerida per autentificar-se. 
 
Pel que fa als objectius s’han assolit correctament, des d’investigar les principals deficiències 
del mètode per PIN fins a la construcció del prototipus. 
- Per començar s’ha dissenyat un sistema que dificulta i protegeix a l’usuari de ser 
víctima de l’apropiació de la seva contrasenya mitjançant una càmera de vigilància o 
tèrmica d’una tercera persona. 
- Per arribar a aquest sistema, s’han utilitzant sensors passius analògics basats en una 
resistència que modifica el seu valor amb l’aplicació de la força. 
- A continuació, s’han realitzat diversos circuits amb els quals s’ha arribat a la conclusió 
que la forma més recomanable per mesurar aquestes pressions és mitjançant un 
circuit logarítmic que prioritza la precisió a forces reduïdes on l’usuari té més control 
del seus dits, i redueix la precisió a forces elevades on l’usuari no pot controlar tan bé 
el valor exacte de la força aplicada. 
- També s’ha programat de forma que el sistema de captació de forces es pugui 
comunicar amb el sistema de la IA que desenvolupa la Sara Ribes. 
- D’aquesta manera s’ha aconseguit que el prototipus dissenyat funcioni completament 
i pugui transmetre i rebre les dades que s’han d’intercanviar. 
 
En resum, s’han assolit tots els objectius secundaris necessaris per aconseguir l’objectiu 
principal que era desenvolupar i analitzar un sistema que millores un dels sistemes més 
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utilitzat en l’actualitat que es basa en la verificació de l’usuari a través de la introducció d’un 
codi numèric, PIN. 
 
Tenint en compte que s’havia de mantenir una comunicació fluida amb la companya que 
tractava la segona part del projecte complet, per tal de garantir que els dos sistemes es 
comuniquessin correctament. 
 
Treball futur 
Per finalitzar les conclusions, cal comentar que aquest projecte es podria continuar per dos 
fronts. 
- Un primer front que necessitaria d’una petita inversió per poder fer un experiment real 
amb un grup de usuaris per analitzar els possibles problemes o millores que es podria 
realitzar al disseny. 
- Un segon front que seria fer millores en el prototipus de forma que el dispositiu fos més 
ergonòmic. També es podria implementar una pantalla digital que facilités en tot 
moment més informació als usuaris, o fins i tot, un altaveu per facilitat el sistema a 
persones amb limitacions visuals. Tot això sense oblida la possibilitat d’optimitzar el 
disseny per ser utilitzat amb més flexibilitat per persones que tenen la mà esquerra 
més hàbil. O augmentar encara més la seguretat implementant en els sensors la 
detecció de la empremta dactilar, és a dir, unificant una mesura biomètrica amb una 
que es memoritza. 
 
A tots aquests fronts proposats no es pot oblidar que primer de tot seria imprescindible 
introduir una encriptació entre els dos sistemes per protegir la informació dels usuaris. 
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ANNEXOS 
A. Fulls de càlcul de les dades experimentals dels tres experiments 
 
Figura A.1. Experiment intern (F-R) 
 
 
Figura A.2. Experiment de camp (F-R i F-G) 
 
 
Figura A.3. Experiment intern (F-V) 
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B. Gràfics de la variant del model A amb R1=61,25k 
 
Figura B.1. Esquema elèctric de la variant del model A 
 
 
Figura B.2. Gràfic de la resistència RFSR en front Vout de la variant del model A 
 
 
Figura B.3. Gràfic de la conductància GFSR en front Vout de la variant del model A 
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C. Circuit integrat del TLV2372 
 
Figura C.1. Circuit integrat del TLV2372 
 
D. Circuit integrat del PIC18F4520 
 
Figura D.1. Circuit integrat del PIC18F4520 
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E. Programa del projecte pel microcontrolador PIC18F4520 
/* 
 * File:   main.c 
 * Author: David 
 * 
 * Created on 5 de desembre de 2018, 18:39 
 */ 
 
// PROGRAMA PER CAPTAR LES SENYALS DE TENSIÓ DELS DITS A TRAVÉS DELS 
SENSORS FSR 
 
#include <xc.h> // Registres del MCU (Les funcions pels perifèrics s'instal·len amb el 
compilador XC8) 
 
// Configuració Bits del MCU pel Open18F4520 Development board 
#pragma config OSC = HS 
#pragma config FCMEN = OFF 
#pragma config IESO = OFF 
#pragma config PWRT = OFF 
#pragma config BOREN = OFF 
#pragma config BORV = 0 
#pragma config WDT = OFF 
#pragma config WDTPS = 1 
#pragma config MCLRE = ON  
#pragma config LPT1OSC = OFF 
#pragma config PBADEN = OFF 
#pragma config CCP2MX = PORTC 
#pragma config STVREN = ON 
#pragma config LVP = OFF 
#pragma config XINST = OFF 
#pragma config DEBUG = ON 
#pragma config CP0 = OFF 
#pragma config CP1 = OFF 
#pragma config CP2 = OFF 
#pragma config CP3 = OFF 
#pragma config CPB = OFF 
#pragma config CPD = OFF 
#pragma config WRT0 = OFF 
#pragma config WRT1 = OFF 
#pragma config WRT2 = OFF 
#pragma config WRT3 = OFF 
#pragma config WRTB = OFF 
#pragma config WRTC = OFF 
#pragma config WRTD = OFF 
#pragma config EBTR0 = OFF 
#pragma config EBTR1 = OFF 
#pragma config EBTR2 = OFF 
#pragma config EBTR3 = OFF 
#pragma config EBTRB = OFF 
 
#define Leds LATB //#define Led0 LATBbits.LATB0 // Leds per mostrar la situació del MCU 
#define _XTAL_FREQ 4000000 // Rellotge extern a 4MHz 
 
// Variables generals 
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unsigned char Mitjana = 20; // Quantitat de mesures de cada dit que es fa per guardar la 
seva mitjana 
unsigned char MaxDitsNuls = 3; // Número màxim admissible de dits nuls 
unsigned char i, j, Codi, Comptador, DitsNuls, Comprovant; 
unsigned int Dits[5], Contrasenya[100]; 
 
void LlegirFSR(void); 
void EnviarPIN(void); 
 
void main(void) { 
    // Configuració dels ports I/O 
    TRISB = 0b00000000; //TRISBbits.TRISB0 = 0; // Configurar els pins RB com a sortida 
 
    // Configuració de l'ADC 
    OpenADC(ADC_FOSC_32 & ADC_RIGHT_JUST & ADC_12_TAD, ADC_CH0 & 
ADC_INT_OFF & ADC_VREFPLUS_VDD & ADC_VREFMINUS_VSS, 10); 
        // ADC_FOSC_32 -> Fer funcionar el rellotge l'ADC a Fclk / 32 
        // ADC_RIGHT_JUST -> Justificar les dades de l'ADC a la dreta en els registres 
        // ADC_12_TAD -> Esperar 12 TAD clocks abans d'introduir la mostra i començar la 
conversió de l'ADC 
        // ADC_CH0 -> Seleccionar el canal 0 de l'ADC (AN0 en la open board) 
        // ADC_INT_OFF -> Desactivar l'interruptor de trucada de l'ADC local 
        // ADC_VREFPLUS_VDD -> Connectar la referència positiva de voltatge de l'ADC a 
VDD 
        // ADC_VREFMINUS_VSS -> Connectar la referència negativa de voltatge de l'ADC a 
VSS 
        // 10 -> Seleccionar 5 pins com a analògics i 10 pins com a digitals 
     
    // Configuració de l'UART 
 OpenUSART(USART_TX_INT_OFF & USART_RX_INT_OFF & 
USART_ASYNCH_MODE & USART_EIGHT_BIT & USART_CONT_RX & 
USART_BRGH_HIGH, 12); 
        // USART_TX_INT_OFF -> Desactivar l'interruptor de transmissió 
        // USART_RX_INT_OFF -> Desactivar l'interruptor de recepció 
        // USART_ASYNCH_MODE -> Seleccionar el mode asíncron 
        // USART_EIGHT_BIT -> Seleccionar la transmissió/recepció de 8 bits 
        // USART_CONT_RX -> Seleccionar la recepció continua 
        // USART_BRGH_HIGH -> Seleccionar velocitat de transmissió alta 
        // 12 -> Seleccionar 19200 de velocitat de transmissió, que prové de 
(FOSC/(16*(spbrg+1)), la qual es vàlida per USART_ASYNCH_MODE & 
USART_BRGH_HIGH seleccionats 
     
    //Bucle del programa principal 
 while(1) { 
        Leds = 0b00010101; 
        while (!DataRdyUSART()); 
        Codi = ReadUSART(); 
        if (Codi == 108) { //Petició per generar la contrasenya 
            Leds = 0; 
            Comptador = 0; 
            DitsNuls = 5; 
            while (DitsNuls >= MaxDitsNuls && Comptador < 40) { 
                LlegirFSR(); // Funció per fer les lectures dels 5 sensors FSR a través de l'ADC 
                Comptador++; 
                __delay_ms(45); 
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            } 
            if (Comptador >= 40) { 
                while (BusyUSART()); 
                WriteUSART(81); //Contrasenya incompleta 
            } 
            else { 
                Comptador = 0; 
                Leds = 0b00011111; 
                while (Comptador < 100) { 
                    LlegirFSR(); // Funció per fer les lectures dels 5 sensors FSR a través de l'ADC 
                    Contrasenya[Comptador] = Dits[0]<<12|Dits[1]<<9|Dits[2]<<6|Dits[3]<<3|Dits[4]; 
                    Comptador++; 
                    if (DitsNuls >= MaxDitsNuls) { 
                        if (Comptador < 60) { 
                            while (BusyUSART()); 
                            WriteUSART(81); //Contrasenya incompleta 
                            break; 
                        } 
                        while (Comptador<100) { 
                            Contrasenya[Comptador] = 0; 
                            Comptador++; 
                        } 
                        break; 
                    } 
                    for (i=1; i<6; i++) { 
                        if (Comptador == i*Mitjana) { 
                            Leds = Leds>>1; 
                        } 
                    } 
                    __delay_ms(45); 
                } 
                if (Comptador == 100) { 
                    Contrasenya[Comptador-1] += 1<<15; 
                    while (BusyUSART()); 
                    WriteUSART(18); //Contrasenya completa 
                    EnviarPIN(); // Funció per transmetre la contrasenya 
                    for (i=0; i<8; i++) { 
                        if (Leds == 0) { 
                            Leds = 0b00011111; 
                        } 
                        else { 
                            Leds = 0b00000000; 
                        } 
                        __delay_ms(150); 
                        __delay_ms(100); 
                    } 
                } 
            } 
        } 
        if (Codi == 75) { // Petició per repetir la transmissió de la contrasenya 
            EnviarPIN(); // Funció per transmetre la contrasenya 
        } 
    } 
} 
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// Funció per fer les lectures dels 5 sensors FSR a través de l'ADC 
void LlegirFSR(void){ 
    DitsNuls = 0; 
    for (i=0; i<5; i++) { 
        Dits[i] = 0; 
    } 
    for (i=0; i<Mitjana; i++) { 
        for (j=0; j<5; j++) { 
            SetChanADC(j<<3); // Seleccionar el canal j 
                ConvertADC(); // Començar la conversió de l'ADC 
                while (BusyADC()); // Esperar fins que les conversions de l'ADC hagin acabat 
                Dits[j] += ReadADC(); // Llegir el resultat de la conversió de l'ADC 
        } 
    } 
    for (i=0; i<5; i++) { 
        Dits[i] = Dits[i]/Mitjana; 
        for (j=9; j>=0; j--) { 
            if (Dits[i]>>j==1 || Dits[i]==0) { 
                if (j < 3 || Dits[i]==0) { 
                    Dits[i] = 0 ; 
                    DitsNuls++; 
                } 
                else { 
                    Dits[i] = j-2; 
                } 
                break; 
            } 
        } 
    } 
    return; 
} 
 
// Funció per transmetre la contrasenya 
void EnviarPIN(void) { 
    Comprovant = 0; 
    for (i=0; i<100; i++) { 
        while (BusyUSART()); 
        WriteUSART(Contrasenya[i]); 
        while (BusyUSART()); 
        WriteUSART(Contrasenya[i]>>8); 
        Comprovant += Contrasenya[i] + Contrasenya[i]>>8; 
    } 
    while (BusyUSART()); 
    WriteUSART(Comprovant); // Comprovant de la contrasenya 
    return; 
} 
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F. Fulls de càlcul de les dades experimentals de l’experiment final 
 
Figura F.1. Part de les contrasenyes elaborades per l’experiment final 
 
 
Figura F.2. Gràfics dels dits B i C d’algunes mostres de l’experiment final 
 
 
Figura F.3. Gràfics dels dits D i E d’algunes mostres de l’experiment final 
