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Abstrak 
Mobile IPv6 (MIPv6) merupakan sebuah protokol mobility management yang memungkinkan 
mobile node untuk selalu dapat terkoneksi walaupun melakukan perpindahan pada cakupan 
jaringan IPv6. Kebutuhan akan MIPv6 menjadi penting karena sebuah perangkat mobile tidak 
dapat menjaga konektivitasnya dengan link sebelumnya ketika melakukan perpindahan lokasi dan 
pergantian alamat IP. Tujuan dari protokol mobility management adalah agar aplikasi pada 
jaringan dapat beroperasi secara kontinu di jaringan nirkabel ataupun kabel ketika mobile node 
melakukan perpindahan dalam jaringan. Mobile IPv6 sendiri memerlukan optimasi untuk 
meningkatkan performansinya sehingga pada penelitian ini dilakukan analisa perbandingan 
performansi MIPv6 dengan rangkaian pengembangannya yaitu Hierarchical Mobile IPv6 
(HMIPv6) untuk melihat seberapa besar peningkatan performansi yang dapat dilakukan. Pengujian 
kinerja protokol ini dilakukan pada cakupan Wireless Local Area Network (WLAN), dimana mobile 
node melakukan perpindahan dari satu jaringan WLAN ke jaringan WLAN lain yang disimulasikan 
dengan network simulator 2. Parameter performansi yang diukur adalah packet loss dan handoff 
latency yang diuji dengan peningkatan kecepatan pergerakan node. Dari hasil simulasi, dapat 
dilihat bahwa HMIPv6 menunjukkan performansi yang lebih baik dibandingkan protokol MIPv6, 
karena HMIPv6 memberikan packet loss serta handoff latency yang lebih rendah dibandingkan 
dengan MIPv6. 
Kata Kunci: Mobile IPv6, mobility management, Hierarchical Mobile IPv6, network simulator 2. 
Abstract 
Mobile IPv6 (MIPv6) is a mobility management protocol that enables mobile nodes to always be 
connected while moving around in IPv6 network. The need for MIPv6 is important because a 
mobile device cannot maintain its connectivity with the previous link when changing location and 
IP address. The purpose of the mobility management protocol is that the applications on the 
network can be countinue on the network. Mobile IPv6 itself requires optimization to improve 
performance so in this study conducted a comparison analysis performance of MIPv6 with its 
development series that is Hierarchical Mobile IPv6 (HMIPv6) to see the impact of performance 
improvement that can be done. Implementation of this protocol performance is done on the scope of 
Wireless Local Area Network (WLAN), where mobile node to moving from one WLAN network to 
another WLAN network and simulated with network simulator 2. Performance parameters that 
measured are average throughput, packet loss and handoff latency which scenarios increasing the 
speed of node movement. From the simulation results, it can be seen that HMIPv6 performs better 
than MIPv6 protocol, because in HMIPv6 provides lower packet loss and handoff latency rather 
than MIPv6. 
Keywords: Mobile IPv6, mobility management, Hierarchical Mobile IPv6, network simulator 2. 
PENDAHULUAN 
Jaringan broadband kedepannya merupakan sistem yang mampu menyediakan kombinasi dari narrowband 
dan teknologi broadband, seperti LTE, WLAN dalam mode infrastructure ataupun ad-hoc. Seluruh layanan 
berbasis IP harus mendukung konektivitas yang seamless ketika melakukan perpindahan antar sistem yang dapat 
merupakan sistem privat dan/atau publik (Müller,W., 2016). Dan WLAN merupakan teknologi yang memiliki 
biaya rendah namun efesiensinya tinggi untuk komunikasi pada penggunaan lokal (Oliveira, A., 2016). Untuk 
mendukung konektivitas yang seamless ketika mobile node melakukan perpindahan pada antar jaringan yang 
berbeda, dapat menggunakan protokol mobility management yaitu Mobile IP. Protokol ini memungkinkan 
mobile node untuk selalu dapat terkoneksi walaupun melakukan perpindahan pada cakupan jaringan IP termasuk 
melakukan handover pada teknologi radio yang berbeda. Tujuan dari protokol mobility management adalah agar 
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aplikasi pada jaringan dapat beroperasi secara kontinu di jaringan nirkabel ataupun kabel ketika mobile node 
melakukan perpindahan dalam jaringan Mobile IP. Sampai saat ini, ada berbagai teknologi yang sedang 
dikembangkan untuk meningkatkan dan mengoptimalkan protokol MIPv6 yang ada. Mobile IPv6 Suite terdiri 
dari berbagai variasi standar MIPv6, salah satunya HMIPv6. HMIPv6 berfokus untuk mengurangi sinyal antara 
mobile node, correspondent node dan home agent di jaringan yang ditentukan.  
Mobile node akan selalu memiliki alamat IP yang berbeda saat berpindah antar jaringan. Hal inilah yang 
menimbulkan sebuah masalah pada lapisan transport layer, yang digunakan oleh koneksi TCP dan UDP. 
Sambungan data hilang saat sebuah node berpindah antar jaringan karena adanya perubahan alamat IP. Desain 
Mobile IP bertujuan untuk memecahkan masalah ini. Tujuan pengerjaan penelitian ini adalah memahami dan 
menganalisa performansi MIPv6 dan HMIPv6 pada cakupan WLAN untuk mendukung proses handover yang 
seamless. 
Metode penelitian yang dilakukan adalah dengan melakukan simulasi pada simulator yaitu network simulator 2. 
Setiap protokol akan diimplementasikan pada simulator kemudian diuji dengan dua skenario yang telah 
ditentukan yaitu peningkatan jumlah node dan kecepatan pergerakan node. Pada setiap skenario nilai-nilai 




Pada bagian ini akan dibahas mengenai wireless local area network, protokol mobility management yaitu 
MIPv6 dan HMIPv6, termasuk perancangan dan parameter simulasi yang digunakan. 
Wireless Local Area Network (Wlan) 
Sebuah Wireless Local Area Network (WLAN) menghubungkan dua atau lebih perangkat dengan 
menggunakan metode komunikasi nirkabel. Biasanya menyediakan koneksi melalui Access Point (AP) ke 
internet yang lebih luas. Hal ini memberikan pengguna kemampuan untuk bergerak dalam area cakupan lokal 
dan masih terhubung ke jaringan. Topologi dasar dari jaringan WLAN adalah Basic Service Set (BSS), dimana 
hanya terdiri dari sekelompok stasiun yang berkomunikasi satu sama lain. Umumnya, BSS terbagi menjadi tiga: 
jaringan independen, jaringan infrastruktur dan extended service area. Gambar 1 merupakan representasi dari 
topologi WLAN berdasarkan referensi (Huang, K., 2010). 
 
 
Gambar 1 Topologi Dasar WLAN 
  
Mobile IP 
Perangkat mobile memiliki alamat IP yang terhubung dengan suatu jaringan dan berpindah ke jaringan lain 
yang berarti terjadi pergantian alamat IP. Mobile IP merupakan sebuah standar yang mengizinkan pengguna 
bergerak dari satu jaringan ke jaringan lain tanpa kehilangan konektivitasnya. Protokol IP Mobility untuk IPv4 
dan IPv6 telah dianalisa sebelumnya oleh (Nada, F., 2007).  
a. Perbedaan Mobile IPv4 dan Mobile IPv6 
Berikut beberapa ringkasan mengenai perbedaan Mobile IPv6 terhadap Mobile IPv4 yang dijelaskan pada 
RFC 3775: 
1. Tidak memerlukan router khusus yang digunakan sebagai “Foreign Agent”. 
2. Optimasi rute pada Mobile IPv6 dapat beroperasi secara aman tanpa pre-arranged security associations. 
3. Kebanyakan paket yang dikirim ke mobile node (MN) yang jauh dari home dalam Mobile IPv6 dikirim 
dengan menggunakan IPv6 routing header bukan dengan IP encapsulation, hal ini dapat menurunkan 
jumlah total pengerjaan dibandingkan dengan Mobile IPv4. 
 
b. Mobile IPv6 (RFC 3775) 
Mobile IPv6 adalah standar mobilitas yang diusulkan untuk jaringan IPv6. MIPv6 memungkinkan node 
mobile tetap terhubung saat bergerak di sekitar jaringan yang berbeda sambil mempertahankan satu alamat 
IP. Berikut elemen-elemen yang terdapat pada Mobile IPv6: 
 Mobile Node (MN): MN adalah node IPv6 yang berada pada jaringan IPv6 dan tetap terhubung melalui 
alamat rumahnya. MN saat pindah ke foreign network akan mendapatkan Care-of-address. 
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 Home Agent (HA): HA adalah router yang berada di Home Network dan menyimpan informasi tentang 
MN. HA menyimpan pesan pengikat dengan MN, Care-of Addresses (CoA) dari MN dan melakukan 
penerusan data yang ditujukan untuk MN dalam routing. Baik correspondent node maupun HA 
menyimpan informasi pengikat dalam cache. 
 Home Network (HN): HA berada di HN. HN menggunakan awalan subnet dan menetapkan alamat 
rumah node. 
 Correspondent Node (CN): CN adalah simpul yang menjalin hubungan dengan mobile node. CN hanya 
membutuhkan IPv6 dan bukan MIPv6 untuk berkomunikasi dengan MN. Jika CN dapat mendukung 
MIPv6, optimalisasi rute dapat digunakan untuk mengurangi overhead dan komunikasi langsung dengan 
mobile node. 
 Foreign Network (FN): Ini adalah jaringan yang dikunjungi MN di luar jaringan rumahnya. MN 
menerima CoA dari jaringan ini yang memiliki subnet jaringan yang berbeda dengan jaringan rumah. 
 Home Address (HoA): HoA adalah alamat IPv6 yang diterima MN saat terhubung ke HN. MN akan 
selalu dapat dicapai melalui alamat ini, bahkan jika MN telah pindah ke FN. MN selalu terhubung secara 
logis ke jaringan asal karena MN selalu diberi HoA. Jika MN bergerak ke jaringan yang dikunjungi, HA 
akan mencegat paket yang ditujukan untuk MN dan meneruskan paket ke CoA. 
 Care-of Address (CoA): CoA adalah alamat IPv6 yang diterima MN saat berada dalam FN. Node yang 
bergerak dapat memiliki beberapa CoA namun hanya satu yang dapat dikaitkan sebagai CoA utama.  
"Home Address" adalah alamat IP yang diberikan pada MN dalam home prefix subnet pada home link-
nya. Sementara saat MN berada pada home, paket yang ditujukan ke home address-nya yang diarahkan ke 
home link mobile node. Sebuah care-of-address adalah alamat IP yang terkait dengan MN yang memiliki 
subnet prefix dari link foreign tertentu. Mobile node juga dapat menerima paket dari beberapa care-of-
address, seperti ketika bergerak tapi masih terjangkau di link sebelumnya. Pada saat MN berada pada foreign 
link, maka paket akan dikirimkan ke alamat care-of-address-nya, sehingga pada saat MN berpindah dari 
home link ke foreign link tidak perlu melakukan konfigurasi ulang. Setiap node yang berkomunikasi dengan 
MN disebut sebagai "correspondent node".  
c. Hierarchical Mobile IPv6 (RFC 5380) 
 Pertukaran sinyal yang diperlukan untuk memperbarui lokasi akan selalu menyebabkan beberapa 
gangguan koneksi. Mengurangi penundaan atau delay ini selama periode penyerahan akan meningkatkan 
kinerja Mobile IPv6. Sebuah titik anchor lokal memungkinkan Mobile IPv6 untuk mendapatkan keuntungan 
dari berkurangnya sinyal dengan jaringan eksternal. Untuk alasan ini, node Mobile IPv6 baru yang disebut 
Mobility Anchor Point (MAP) digunakan dan dapat diterapkan di setiap tingkat dalam jaringan hirarkis 




Pada bagian ini akan diuraikan mengenai informasi spesifik kebutuhan baik perangkat keras (hardware) 
maupun perangkat lunak (software) yang digunakan pada penelitian ini. Spesifikasi perangkat yang digunakan 
dapat dilihat pada tabel 1 dibawah. Hardware yang digunakan merupakan sebuah laptop dengan processor Intel 
Core i5 2,5 GHz yang memiliki RAM 4GB dan hard drive 500GB. Network simulator 2.31 dipasang pada sistem 
operasi Ubuntu 16.04 dan menggunakan VMWare Workstation 10.0.7 sebagai mesin virtualnya. Untuk dapat 
mengimplementasikan Mobile IP, digunakan Fhmip6-patch. 
 
Tabel 1. Spesifikasi perangkat yang digunakan 
Komponen Informasi 
Hardware Processor Intel Core i5 2,5 Ghz 
 RAM 4 GB 
 Hard drive 500 GB 
Software VMWare Workstation 10.0.7 
 Sistem Operasi Ubuntu 16.04 
 Simulator NS 2.31 
 Patch Fhmip6-patch 
 
Model Simulasi Jaringan 
Model jaringan yang dipakai untuk simulasi dapat dilihat pada gambar 2. Pada jaringan untuk simulasi, jaringan 
HMIPv6 berbeda dengan MIPv6. Terdapat sebuah MAP pada jaringan HMIPv6 yang diletakkan di pada susunan 
hirarkis router.  
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Gambar 2. Model Simulasi Jaringan 
Sebelum melakukan analisa, beberapa asumsi harus diberikan. Parameter-parameter umum yang digunakan 
untuk setiap skenario dapat dilihat pada Tabel 2. Berikut asumsi yang dipakai pada pengerjaan penelitian ini 
(beberapa asumsi dan parameter berdasarkan referensi (Zhou, D., 2010) dan (Song, H., 2011)): 
 Kedua jaringan WLAN diasumsikan dalam domain Mobile IP. 
 Access Router dan Access Point adalah co-located. 
 Tidak mempertimbangkan mengenai proses yang terjadi pada node dan delay antrian. 
 
Tabel 2. Parameter Simulasi 
Parameter Nilai 
Durasi simulasi 100 detik 
Trafik UDP 
Application CBR 
Packet Size 2048 Kb 
Time start-finish: 10.00 - 80.00 
Link CN – Router Bandwidth: 100Mb 
Dual-way transmission delay: 2 ms 
Link HA – Router Bandwidth: 100Mb 
Dual-way transmission delay: 2 ms 
Link Router – Router Bandwidth: 10Mb 
Dual –way transmission delay: 2 ms 
Link Router – MAP Bandwidth: 10Mb 
Dual –way transmission delay: 2 ms 
Link Router/MAP – P/NAR Bandwidth: 1000Kb 
Dual –way transmission delay: 2 ms 
Luas area 500 x 500 m 
WLAN 802.11b 
MN Bergerak dari coverage PAR menuju NAR 
 
Pada penelitian ini, tahap-tahap pengerjaan dari awal sampai dengan proses pengerjaan selesai dapat dilihat 
dalam bentuk diagram alir berikut. 
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Gambar 3. Diagram Alir Pengerjaan 
 
HASIL DAN PEMBAHASAN 
Pengujian yang dilakukan melalui simulasi dan hasil yang didapat akan diuraikan pada bagian ini. Pengujian 
dan tujuan pengujian tersebut beserta analisa terhadap hasil yang didapatkan juga dijabarkan secara singkat pada 
bagian ini. 
SIMULASI 
Pengujian dilakukan dengan cara simulasi menggunakan network simulator 2 (ns2). Secara spesifik 
kebutuhan perangkat lunak sudah diuraikan pada bagian sebelumnya. Pada ns2, selain menggunakan patch yang 
harus sudah berhasil di ekstrak, ada beberapa script yang harus disesuaikan dengan protokol yang akan diuji. 
Untuk menjalankan mekanisme MIP ataupun HMIP, network behaviour harus disesuaikan yaitu dengan 
mengubah beberapa bagian pada mip-reg.cc dan scipt tcl untuk menyesuaikan dengan skenario. Gambar 4 
merupakan jalannya simulator pada terminal ubuntu. Animasi jalannya simulasi dapat dilihat pada gambar 5. 
 
 
Gambar 4. Proses Simulasi 
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Gambar 5. Animasi Simulasi  
Pengujian dan Pembahasan 
Pada bagian ini menjabarkan skenario yang dilakukan untuk pengujian dan hasil pengujian. Ada dua skenario 
yang akan dilakukan pada penelitian ini, tujuan beserta parameter - parameternya secara rinci dapat dilihat pada 
Tabel 3. 
Tabel 3. Skenario Pengujian 













Bergerak dari cakupan PAR 
ke NAR pada detik ke 40 
dengan jumlah MN adalah 1 
 
  
 Gambar 6. Packet Loss pada MIP Gambar 7. Packet Loss pada HMIP 
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First Time NAR 
Received 




50 41667 1060 2,54% 41,02145 40,55693 0,464552 
100 41667 1231 2,95% 41,02734 40,27868 0,748657 
200 41667 1393 3,34% 41,01975 40,13907 0,880679 
 




Generated Loss % Packet 
Loss 
First Time NAR 
Received 




50 41667 860 2,06% 41,02432 40,55674 0,467586 
100 41667 1119 2,69% 41,01786 40,27837 0,73949 
200 41667 1168 2,80% 41,01886 40,13899 0,87987 
 
Pada dasarnya jarak pada MN di mekanisme HMIPv6 untuk mengirimkan pesan ke domain wired lebih dekat 
dibandingkan dengan MIPv6. Hal ini disebabkan oleh adanya MAP yang berfungsi untuk menggantikan peran 
HA. Pada saat MN melakukan handover, MN tidak perlu mengirimkan pesan ke HA hanya perlu ke MAP 
sehingga dapat mengurangi handover latency pada mekanisme HMIPv6. Paket-paket yang di forward oleh MAP 
langsung ke tujuan pada mekanisme HMIPv6, MN tidak perlu mengirimkan pesan ke HA dan CN yang jauh dari 
MN, berbeda dengan mekanisme MIPv6. Dan karena paket dikirimkan secepatnya, hal ini dapat mempengaruhi 
jumlah paket yang di buang yang tentu saja karena pada mekanisme HMIPv6 jaraknya lebih pendek maka jumlah 
paket yang di buang lebih kecil. 
Pada pengaruhnya terhadap laju perpindahan yang dilakukan oleh MN, tidak begitu mempengaruhi packet loss 
karena sebelum melakukan handoff MN dan MAP telah melakukan mekanisme sehingga berpengaruh terhadap 
handover latency dan delay pada paket. Pada skenario peningkatan kecepatan node, HMIPv6 menunjukkan juga 
penurunan packet loss dan handoff latency. 
PENUTUP 
Simpulan 
Berdasarkan hasil pengujian dengan menggunakan simulator dan hasil analisa dari data yang didapatkan, maka 
dapat disimpulkan bahwa HMIPv6 memberikan performa yang lebih baik dibandingkan dengan MIPv6, hal ini 
dapat dilihat dari packet loss maupun handover latency. Pada pengujian, dapat dilihat bahwa packet loss 
meningkat termasuk handoff latency.  
 
Saran 
Untuk pengembangan penelitian ini, dapat dilakukan pada wilayah yang lebih luas, parameter uji yang lebih 
banyak dan jaringan dengan beberapa domain MAP untuk melihat seberapa besar peningkatan yang dilakukan 
oleh mekanisme HMIPv6 terhadap MIPv6. Pengujian dengan penentuan letak MAP juga memungkinkan untuk 
melihat pengaruhnya terhadap performansi, karena titik MAP dapat diletakkan dimana saja pada susunan hirarkis 
router. Selain itu, protocol mobility management ini juga dapat diterapkan pada handoff di teknologi radio yang 
berbeda. Background traffic juga dapat ditambahkan agar simulasi mendekati kondisi riil dan harus tetap 
memperhatikan kemampuan hardware beserta software, karena akan mempengaruhi terhadap hasil yang 
didapatkan. 
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