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DE DATOS PERSONALES EN EL DERECHO 
INTERNACIONAL PRIVADO ARGENTINO 
MARIO J. A. ÜYARZÁBAL. 
f. A TU/\LIDAD Y DIMENSIÓN INTERNACIONAL DEL PROBLEMA 
La noc ión de los de rechos de la persona lidad --que abarca aspec-
tos tan diversos como e l derecho a l nombre, a la integridad fís ica, a l re pe-
to a la vida pri vada, a la imagen, a l honor, y aun e l derecho mora l de l autor 
a su obra- ha cobrado particular importancia en las última década con 
e l advenimiento de la sociedad tecno-cient ífi ca, que mul tip lica las pos ibili -
dade de les iones de los derechos que la integran a travé de u utilización 
económica muchas vece a llende las fronteras de l paí de re idencia de la 
persona afectada. Me refi ero princ ipa lmente a los daño cometido a través 
de la prensa u otros medio de di fus ión internac iona le , como la reproduc-
ción de fo tografías persona les, la d ifusión de correspondenc ia y e l pl ag io, 
que constituyen il ícitos; pero también a los probl emas creados en e l ám bito 
in ternac iona l por la invest igac ión genética y el trasp lante de órganos que 
tienen al cuerpo humano m ismo como objeto de actos jurídicos. 
Un prob lema acuciante y re lativamente novedoso que plantea e l 
avance de la informát ica y de la tecnología de las te lecom un icaciones se 
relaciona con e l tráfico de datos persona les, que incide sobre uno de los 
atributo más ca ros de la persona humana: su derecho a la intimidad, una 
de cuyas proy cc iones consiste prec isamente en " preservar en la confi-
denc ia lidad y 1 :~ reserva bienes persona les como los que hacen a l honor, la 
dignidad, la información ' sensib le ' [por ejemplo, la refe rida a orientac ión 
exual , identidad étnica o racia l, re ligión, c ier1as enfermedades , e ideas 
· Cónsul Adj unto de Argentina en Nueva York, Jefe de la Sección Con ·u lar. desde 
2005 . Profesor Adjun lo de Derecho Internacional Pri vado, Facu ltad de Ciencia Jurídica · y 
Sociales. Uni versidad Nacional de La Plata. 
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políticas], la privacidad, la verdad, la autodeterminación inform ativa [y] la 
igualdad [que incluye e l derecho a la identidad persona l y e l derecho a ser 
diferente]" 1• 
Las activ idades relacionadas con el tratamiento automatizado de da-
tos persona les poseen necesariamente una dimens ión inte rnacional que es 
consecuenc ia de la naturaleza g loba l (o internacional , o transnac iona l) de 
los medios informáticos . En primer lugar, porque la tecnología que se uti-
li za en e l tratamiento automatizado de datos es genera lmente importada , lo 
que ocas iona una dependenc ia sustancial de los proveedores ex tranjeros, 
princ ipa lm ente de los Estados Unidos y e l Japón . En segundo lugar, por la 
desmateria lizac ión de l soporte de los c ircuitos automatizados y la faci lidad 
con que los datos pueden ser consultados desde c ua lquier parte del mun-
do. Finalmente, por la fa lta de contro les eficaces a la tran smis ió n de datos 
personales desde un país a otro (transborder f!ow of data) a través de una 
cooperación e instrum entos internac ionales adecuados 2 . 
Efectivamente, con excepc ión de la Unión Europea y de a lg unas otras 
inic iat ivas internacionales de las que doy cuenta más abajo, e l " régim en de 
los datos informati zados" -que incluye tanto e l funcionamiento domé ti-
co de la red in fo rmática y los controles a los cuales los Estados someten los 
flujos transfronte rizo , como los efectos que e l tratamiento de datos perso-
nales puede tener sobre los derechos individuales de las persona 3- está 
somet ido exclusivamente a l derecho nac ional de cada país . Así las co as, 
cuando los datos atraviesan una frontera y las diversas fases de l tratamien-
to se realizan en e l territori o de Estados diferentes, como ocurre en gran 
parte de las operac iones automatizadas, es de prever e l surg imi ento de con-
flictos entre las leyes potenc ia lmente aplicab les a la controversia, que son 
esencia lmente cuatro: la ley del lugar de la sede del banco de datos, la ley 
del lugar de la sede o res idenc ia del respo nsable del tratamiento , la ley per-
sona l del titular de los datos y la ley de l Estado donde tiene lugar la princi-
pa l actividad de l tratamiento 4 • La so luc ión de esos conflictos corresponde, 
por esencia, a l derecho internacional privado. 
1 BI DART CAM I'OS, Germán J., Manual de fa Constitución reformada, Ediar. Buenos 
Aires, 1998, t. 11 , p. 389, y t. 1, ps. 529 y 53 2. 
2 Ver RIGAUX, Fran~oi s, .. La loi applieable a la proteeti on des indi vi dus a l ' égard du 
traitement automatisé des données a earaetére personnel .. , Rev. Crit. 01: fnt. p,~, 1980, p. 
444. 
3 Según de(ini eión de RIGAUX, Fran~o i s, .. Le Régime des données inform ati sées en 
droit internati onal privé'', Chu1e1, vo l. 11 3, 1986-2-3 14. 
' Ver SARAVALLE, Alberto, ·' Brev i osservazioni critiche sull ' ambito d 'applicazione ter-
ritoriale dclla leggc n. 675/96 sul trattamcnto dei dati personali " . Riv. dil~ in!. p1~ proc., 
1999- 1. ps. 46 y 47 y la bibli ografia citada en nota 11. 
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11. LA LEY 25.326 DE PROTECCIÓN DE D ATOS PERSONA LES Y LA GARANTÍA 
CONSTITUCIONAL DEL HABEAS DATA . ASPECTOS REGU LADOS Y LAGU NAS 
SI 
En la Argentina, la ley 25.326 de Protecc ión de los Datos Personales 
de l 4 de octubre de 2000 5 vino a cubrir e l vac ío lega l existente desde 
la reforma de la Constitución Nac ional de 1994, que instituyó e l habeas 
data como acc ión destinada a preservar la intimidad o privac idad de las 
personas (a rt. 43 , párr. 3°) 6 . As imismo, aunque los tratados de derechos 
hum anos con j erarqu ía consti tuciona l no contienen di spos ic iones expresas 
sobre el habeas data, se ha sostenido con autoridad que c uando en a lguna 
dispos ic ión de los mi smos se hace referencia a derechos que se identifi-
can con los que e l habeas data protege, se les debe di spensar e l " recurso 
sencillo y rápido" que, innominadamente, aparece en e l Pacto de San José 
de Costa Rica (art. 25) y el Pacto Internac iona l de los Derechos C iv iles y 
Po líticos (art . 2, inc. 3) (habeas data impl íc ito) 7• 
La Ley de Protección de los Datos Persona les contiene dos disposi-
ciones de interés desde la perspecti va de l derecho internac iona l pri vado: 
e l art. 2°, que determina las personas (cuyos derechos indiv idua les son) 
obj eto de la protecc ión; y e l art. 12, que protege los datos tratados a través 
del contro l de las transferencias a l exterior. O tros aspectos no han tenido 
una definici ón lega l, como en qué casos los tribuna les argentinos poseen 
jurisdicción internac ional y a la luz de qué derecho se reso lve rán las con-
troversias que un tratamiento de datos suscite, por ej emplo, entre e l titular 
de los datos y el responsabl e de l banco de datos o un usuario de los datos, 
entre otras cuestiones re levantes; presumiblemente porque e l legislador ha 
juzgado que las cuestiones no reguladas deben quedar sometidas a los prin-
cipios generales. 
En los parágrafos que siguen procuraré dar so lución a los aspectos 
más fundam enta les de este fenómeno, a la luz de las no rmas argentinas 
de derecho internac iona l privado, para lo que tendré en cons iderac ión las 
orientac iones más rec ientes y que cuentan con mayor aceptac ión en e l de-
recho comparado. Especial cuidado pondré en identifi car las norm as impe-
rativas de la ley 25 .326 que, por la defensa de la intimidad de las personas 
que persiguen, son aplicables aun cuando los casos presenten carácter mul-
ti nac iona l (normas de po li c ía de l derecho internac ional pri vado re lat ivas a 
los datos informatizados). 
5 80 de l 2/1 1/2000. 
1
' Sobre la ·'constituciona lidad" de la intim idad y el habeas data , ver B 1D1\RT CA~Iros. 
Germán J., Manual. .. , cit. , l. 1, ps. 523 -27 y t. JI. ps. 387-93 . 
7 C f. B IDART CAMPOS. /v/anual ... , t. JI , cit. , ps. 386 y 393. 
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Mantengo e l criterio tradicional de di stinguir entre bancos de datos 
públicos y bancos de datos pri vados, distinción que no queda superada, a 
mi juicio, por e l hecho de que e l Estado frecuentemente "compra" bases de 
datos privados o, lo que es lo mismo, la autorización para acceder a tales 
ficheros 8 . Lo esenc ial es que la responsabilidad en que pueda incurrir el 
Estado a l gestionar datos personales derivada de la vio lación de la intimi-
dad se rige exclusivamente por e l ordenam iento del foro (la coi ncidencia 
forum-jus es total); en tanto que a la vulneración de la intimidad realizada 
por particulares resultan a pi icables las normas de conflicto del juez intervi-
niente, que pueden remitir a un derecho extranj ero 9 . Compl eto e l estudio 
con la incorporac ión de capítulos que ya han devenido tradicionales en 
mis investigaciones: e l ro l de la autonomía de la vo luntad a llende la pro-
blemática de los contratos; la so lución de los conflictos internos de leyes 
interjurisdiccionales; y e l estado de la cuestión en e l Mercosur. 
111. f UN IONAMI ENTO DE LOS BANCOS DE DATOS PÚBLI COS Y CONTROL 
ADMINISTRATIVO DE LOS BANCOS DE DATOS PRIVADOS 
l. Funcionamiento de los bancos de datos públicos 
La protección de los datos personales, asentados en reg istros gestio-
nados por organi smos públicos argentinos, como el Reg istro acional de 
las Personas o la Policía Federal , se rige por el derecho administrati vo 
argentino 10 . No interesa que la base de datos e encuentre fís icamente en 
territorio extranj ero. El tratamiento de los datos persona les asentados en la 
llamada "matrícula consular", y cualesquiera otros regi stros de las emba-
jadas y consu lados argentinos en e l exterior, está sometido exc lus ivamente 
al derecho argentino y exento de la jurisdicción local. Toda acción de pro-
tección de los datos personales almacenados en bancos de datos públicos 
argenti nos debe interponerse ante los jueces naciona les, sin que quepa re-
H Sosteniendo que la distinción entre bases de datos públicos y privados pierde, en 
tales hipótes is, lo esencia l de su pertinencia, ver RI GAUX, " Le Régime ... ".cit. , ps. 3 13- 14 y 
la bibliografía citada en nota 6. 
9 Ver, en general, MACHERET, August in, "Réglemcntation des flux transfronticres 
de données de caractcre pcrsonnel", en !nformalique el protection de la personnalité, 
Uni versi té de Fribourg, 198 1, ps. 220 y 245-46; S1 liTIS. Spiros. ·'Grenzüberschreitcndcr 
Datenaustauch. Notwcnd igc Vorbcmerkungen zu einer dri ngend crfordcrl ichen Rcgclund ... 
Festschriflfiir Murad l"erid, Bcck, München. 1978, ps. 373-74. 
'" Otras entidades públicas que almacenan y tra tan datos personales incluyen la 
Dirección Nacional de Migrac iones, la Secretaría de Inteligencia del Estado (S ID L::) y Jos 
estab lecimientos sanitarios del Estado nacional, adem ás de los gobiernos -y entidades que 
dependen de Jos gobiernos- provincia les y de la Ciudad Autónoma de Buenos Aires. 
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conocer ninguna sentencia extranjera que invada la jurisdicción argentina 
exclusiva. La coincidencia entre jurisdicción y derecho aplicable es total. 
Las doctrinas de la inmunidad de l Estado por actos iure imperii y de la in-
munidad diplom ática y consular justifi can sobradamente esta so lución 11 • 
Por las mi smas razones, las autoridades argentinas deben abstenerse 
de intervenir en casos que involucren bancos de datos persona le gestiona-
dos por órganos estatales extranjeros o por organismos internac iona les en 
los términos de l respectivo acuerdo de sede. Ello, s in perju ic io de la recla-
mación diplomática a que la utili zación indebida de los datos persona les de 
residentes argentinos pueda dar lugar. Pensemos en el caso de una e mbajada 
extranjera que cede los datos persona les, suministrados por re idente ar-
gentinos en oportunidad de tramitar una visa a operadores turísticos locale 
u otras empresas de la nacionalidad de l Estado a l que la mi sión diplomática 
representa, sin e l consentimiento del titular de los datos. El gobierno argen-
tino puede ex ig ir al Estado extranjero que repare e l daño causado (es dec ir, 
que cese inmediatamente de ejecutar e l acto y restablezca la s ituac ión que 
con toda probab ilidad habría existido si no se hubiera cometido e l acto 12) 
invocando e l principio de supremacía territorial y e l deber de los agentes 
diplomáticos y consulares de respetar la leyes y reg lamentos del E tado 
receptor (art. 4 1, Convención de Viena sobre re laciones diplomáticas; y 
art. 55 , Convenc ión de Viena sobre relaciones consulares) . La excepción e 
quizás e l caso de los datos perteneciente a res identes argentinos que son 
nac ionales de l Estado acreditante . Adicionalmente, e l titular de los datos 
podrá demandar al ces ionario privado de los datos para exigir su upresión 
y confidenc ialidad, así como los daño y perjuic ios a que hubiera lugar. El 
Estado argentino también tiene derecho a ejercer la protección diplomática 
a favor de us nac ionales radicados en e l extranjero, s i cons idera que sus 
derechos fundamenta les garantizados por e l derecho internacional han ido 
les ionados por las autoridades de otro E tado. 
2. Control administrativo de los bancos de datos privados 
Las normas de derecho administrativo por las que e l Estado procu-
ra contro lar los bancos de datos privados son también territoria les, en un 
doble sentido, formal y material. Las obligac iones lega les de los respon-
11 C f. R1 G11ux ... La lo i applicabl c ... " . ci!.. ps. 467-68. 
12 C. P.J .I.. serie A, nro. 17. p. 47. 
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sab les privados de bancos de datos frente al órgano público de control 13 
son las previstas en la /ex fori argentina (territorialidad en sentido formal). 
Asimismo, para que el control sea eficaz, es preciso que se le sometan so la-
mente aquellas fases del tratamiento de datos - reco lecc ión, modificaci ón, 
destrucción, cesión, transferencia, etc.- que se producen en territorio ar-
gentino (territorialidad en sentido materia l). Todo intento de extender e l 
control administrativo a actos rea li zados en el extranjero que generen ob li-
gaciones lega les según la ley argentina, aunque sea deseable, es ilusorio 14 
sin permiso del Estado extranjero 15• 
Los bancos de datos sometidos al contro l de la autoridad argentina 
son los formados por personas físicas o jurídicas con domicilio lega l, de-
legación o sucursal en el país. A ellos se diri ge e l deber de inscripción en 
el Registro Nacional de Bancos de Datos 16 (ar1s. 3, 21 y 24) y las normas 
sobre integridad y seguridad de los datos de la ley 25.326, incluida la prohibi-
ción de transferir datos con países que no ofrecen una protección adecuada 
del art. 12 de la ley. Físicamente la base de datos puede estar alojada dentro 
o fuera de la Argentina, pero el titular debe declarar su ubicación prec isa 
al momento de inscribir, renovar, modificar o dar de baja al fichero en 
el Registro . No es necesaria la inscripción cuando todos los datos perte-
nezcan a personas domiciliadas fuera de la Argentina, ya que, como vere-
mos más abajo, ellos no gozan de protección legal en nuestro país . Pero la 
incorporación de datos correspondientes a un solo domiciliario argentino 
somete al responsable del fichero al control de la ley 25.326. Como el 
fichero puede estar ubicado en el extranjero, la Ley de Protección de los 
Datos Personales se basa en la jurisdicción argentina sobre la persona del 
responsable del banco de datos y el recurso a mecanismos de cooperación 
internacional para garantiza r e l control del tratamiento de los datos reali-
zados fuera de l país . 
13 El órgano de contro l de la ley 25 .326 es la Dirección Nacional de Protección ele 
Datos Personales (DNPDP). creada en el ámbito ele la Secretaría de Ju ticia y Asuntos 
Legislati vos del Ministeri o ele Justi cia y Derechos llumanos ele la Nación (clcc. 1558/200 1: 
BO del 3/ 12/200 1 ). 
14 Ver, en general , R1 GA UX, " La loi appl icable .. . ", cit. , ps. 449 y 469-70; CARRASCOSA 
GoNZÁLEZ, Javier, " Protección de la intimidad y tratamiento automati zado ele datos ele 
carác ter personal en DIPr.", RED!, vo l. XLIV, 1992. ps. 4 19-20. 
1s Sobre la eficacia extraterritori al del ac to adm ini strati vo. en la literatura argentina, 
ver BoGG1ANO, Antonio, Derecho internacional privado, t. l. Dcpalma. 13uenos Aires. 199 1. 
ps. 535-38. 
11
' ll abilitado por di sposición DNPDP 2/2003 e implementado por di spos ición DNPDP 
2/2005. La normativa y fo rmul arios de inscripción en el Registro se encuentran disponibles 
en el sitio de Internet de la Direcc ión. en hllp:l/wwwljus.gov.arldnpdpíindex. html. 
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JV. Ü"rROS PROBLEMAS SUSCITADOS POR LOS BANCOS DE DATOS PR IVA DOS 
l. Protección de la intimidad frente a los responsables 
de bancos de datos privados 
55 
La ley 25.326 no contiene normas de conflicto que indiquen e l de-
recho aplicable a las relaciones jurídicas entre e l responsable del banco 
de datos y las personas cuya intimidad es protegida por la ley. El art. 2°, 
cuando define como "titular de los datos" a " [t]oda persona física o persona 
de existencia ideal con domic ilio lega l o delegaciones o sucursa les en e l 
país, cuyos datos sean objeto de l tratamiento a l que se refiere la presente 
ley", no constituye (y no debe ser confu ndido con) una no rma de con-
flicto. Esa disposición auto limita e l ámbito espac ial de aplicación de la 
Ley de Protección de los Datos Personales 17; es decir, subordi na la puesta 
en práct ica de las normas materiales de la ley 25.326 al c umplimiento de 
una condic ión propia de las personas protegidas: la de tener "domici lio 
legal" en la Argentina 18• Se deduce que las personas si n domic ilio legal en 
la Argentina, aun cuando posean ta l nacionalidad , no pueden invocar las 
disposiciones de la ley 25.326 para contro lar la informac ión contenida en 
los bancos de datos de la Argenti na. Esta so lución es justificada, ya que la 
Argentina no podría pretender proteger la intimidad de sus ciudadanos que 
se encuentran en cualquier país del planeta . Además, el hecho generador 
de la protección es e l mismo que causa la ap licación del derecho argentino 
en virtud de la norma de conflicto del art. 6° del Código C ivil , con lo que 
se evita que ciertos atentados a la v ida pri vada que caen dentro de la com-
petencia legis lativa argentina queden s in protección. 
En pocas pa lab ras, entiendo que el respeto al derecho a la v ida privada 
constituye uno de los derechos subjetivos integrantes de l estatuto persona l 
que, en ausencia de norma de conflicto ad hoc (en la ley 25 .326), se ri ge 
por la ley del domicilio en v irtud de los arts. 6° y 7° de l Código Civi l. Ell o, 
independientemente de la sanción que ocas iona la violación por parte del 
responsable de un banco de datos privado en e l plano de la responsab ilidad 
delictual. Mas como la responsabi lidad por hechos ilícitos se rige en e l 
derecho internac iona l privado argentino por e l lugar del daño (segú n una 
17 obre e l problema específi co del ámbito de apli cación en e l espac io de las leyes 
sobre protección de datos persona les. ver en general, RI GAUX . '' La loi apli cable .. . •· . c it. , ps. 
458-60. 
1
' Para la de tcnninac ión·de l domic ili o (a rgentino, en este caso), con miras al funciona-
miento de las normas argentinas de derecho internac ional pri vado, ver Ü YA RZÁ I1AL, Mar io 
J. A., ·'O bservaciones generales sobre e l estatuto personal en DIPr' ', Revista de derecho, 
Tri buna l Supremo de Justic ia de Venezue la, nro. 14, 2004, esp. ps. 172-76, donde se con-
templan los casos de domic ilio desconoci do y de abandono del domi cilio ex tranj ero. 
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interpretación del art. 43 de l Tratado de Montevideo de 1940), y e l daño lo 
sufre el individuo generalmente en su domicili o, en la inmensa mayoría de 
los casos la mi sma ley que rige la ex istenc ia y e l contenido del de ~cho a la 
vida privada se aplica a las consecuencias de su vio lac ión 19. 
No hay que subestimar las dificultades de ejecuc ión cuando el res-
ponsable del banco de datos tiene su sede en e l exterior, sobre todo s i e l 
derecho allí vigente le impone obligaciones menos extensas que e l derecho 
aplicable a su responsabilidad . Por esta y otras razone , la aplicación de la 
ley de la sede del titular de l banco de datos, o al menos de l establec imiento 
de la sucursa l responsabl e de l tratamiento, podría parecer eficaz 20 . Pero 
esta solución no tiene sustento en e l derecho argentino. Además, la opc ión 
por la ley del domicilio del titular de los datos se justifica por razones 
muy serias: es esa persona a quien las leyes sobre datos personales buscan 
proteger, y e l interés a sa lvaguardar se localiza en su domicilio; los datos 
persona les son, a menudo, también recogidos allí e inc luyen necesaria-
mente el domicilio de l interesado, por lo que la aplicaci ón de ese derecho 
difícilmente pueda tomar por sorpresa al responsable del tratami ento 21 . 
2. Protección de la intimidad frente a los usuarios de los datos 
Es común que en los contratos de apertura de crédito, financiación o 
préstamo y de otras prestaciones de serv ic ios, e l banco o la empresa pro-
veedora utilice datos personales re lativos a suco-contratante, puestos a su 
disposición por te rceras personas, genera lmente "entidades de informac ión 
crediticia" cuyo objeto es colectar, operar y proporcionar indicadores so-
bre la deuda y antecedentes comerciales de la persona consultada 22 . Otras 
veces, en ausenc ia de toda relación contractual , una empresa o persona 
19 El art. 43 del Tratado de Montev ideo ha sido tradi cionalmente in te rpretado como 
remitiendo a la /ex /oci aclus. o obstante, también es pos ible, a mi juicio, interpretar que 
el ·'hecho lícito o ilícito" se produce donde se sufre el daño: in terpretación ésta ya sugerida 
con anteri oridad en otro artículo de mi autoría. Ver ÜYARZÁBAL, Mario J. A. , .. El nombre y 
la protecc ión de la identidad de las personas. Cuesti ones de derecho in ternacional público 
y pri vado''. Prudentia luris, vo l. 58, 2004, ps. 90-92. 
2
" Ver RIGAUX , ''La loi appli cable . .. ··, cit. , ps. 470-71 (rechazando este argumento). 
Otra razón alude a la eficaci a de someter a una ley úni ca todas las ac ti vidades del respon-
sable del ba nco de datos . 
21 Cfr. RI GAUX. " La loi applicabl e .. . " , cit., ps. 470-7 1. 
22 En la /\ rgcntina, la principal empresa en inform ación comercial es Veraz, cuyo si-
tio de Internet es www.veraz.com.ar. Junto con otras empresas de l rubro, Veraz integra la 
,Cámara de Empresas de In fo rmación Comercia l (CEIC) que. a su vez. es miembro del 
Consejo Consulti vo de la Dirección Nacional de Protección de Datos Personales. 
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puede revelar, adu lterar y en general utilizar datos persona les de modo 
que vulnere e l derecho al honor y a la intimidad de su titu lar. En estos ca-
sos, como en las re laciones entre los titulares de l banco y de los datos, las 
normas imperativas de la ley de l domicilio de la persona protegida deben 
combinarse con la ley ap licab le a la responsabilidad c iv il de l usuari o a utor 
de la vio lación 23 . 
El carácter ilíc ito del tratamiento a utomatizado de datos no afecta ne-
cesariamente la va lidez del contrato para cuya ce lebrac ión o cumplimi ento 
los datos fueron recabados, que se rige por la !ex contractus determinada 
segú n los arts . 1209, 12 1 O y concordantes de l Código C iv il , y que es la 
mi sma que rige la responsabilidad ex delicto de l usuario de los datos en 
virtud de la segunda parte de l art. 43 del Tratado de Montevideo de 1940, 
que somete sus ob ligac iones a la " ley que regula las relaciones jurídicas a 
que responden". Empero, en la jurisdicción argentina ser ía nulo, por tener 
objeto prohibido por e l orden púb lico, e l contrato por e l cua l un a em presa 
extranjera utili za datos cuyo tratamiento está vedado por la ley de l domici-
lio del titular de los datos (v. gr. , los "datos sensibles" enumerados en el art. 
2° de la ley 25 .326); o si n haber obtenido e l consentimiento de l titular de 
los datos cuando éste es necesari o en v irtud de una obli gac ión lega l; o en 
una relación de trabajo o de financiación s i e l tratamiento de datos regulado 
por las condic iones generales del contrato internac iona l es alcanzado por 
una norma de po li cía protectora de l trabajador o de l deudor perteneciente 
al derecho internac iona l privado argentino o de un país que una no rma de 
confl icto argentina indica como aplicable a l caso 24 . 
3. El rol de la autonomía de la vo luntad 
Una cuestión poco abordada por la doctrina ius internac iona lprivatista 
(no ya la argentina, que ha ignorado e l tema de l tratamiento automatizado 
de datos completamente, sino también la extranjera), cons iste en sa ber si 
las partes en un contrato internac iona l pueden e legir e l derecho ap li cab le 
al tratamiento (y la protección) de los datos personales, despl azando las 
normas imperativas del domi ci li o de la persona cuyos datos se utilizan. 
Persona lmente no veo obj ec iones, s iempre que e l derecho e leg ido -o para 
el caso, las no rm as materi a les e laboradas por las partes- garanticen una 
protección adecuada de la pri vac idad de l titular de los datos. Desde este 
punto de v ista, las normas coactivas de la ley 25.3 26 deben interpretarse 
23 Ver, en genera l, R JGA UX , " La loi applicable ... ", c it.. ps. 47 1-74 . 
24 Ver, en genera l, RJ GAUX, ·' La loi applicabl e ... ", c it. , ps. 473 -74 ; CARRASCOSA 
GoNZA LEZ, Javier, " Protección de la intimidad .. . ", c it. , ps. 422-25. 
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como " re lati vamente" imperativas para e l caso en que e l derecho e legido 
(o creado) por las partes no ofrezca una protecc ión equi va lente a la que ga-
ranti za la legis lac ión argentina. Esta autonomía se condice, a mi juicio, con 
la amplia libertad que el legis lador argentino ha dejado a las personas para 
disponer de sus datos, incluso para consentir su exportac ión a sabiendas de 
que e l ejerc ic io de esta libertad puede conduc ir en los hechos a pri var a l 
titular de los datos de toda protección. N o obstante, como e l titula r de los 
datos es considerado la parte típicamente más débil de l contrato, su liber-
tad de contratar se limita por las no rmas imperati vas de su do mic ili o, que 
le aseguran un nive l mínim o de protecc ión. 
o es desdeñable e l potenc ial que la autonomía de la vo lun tad aca-
rrea. Cuando e l derecho e legido es e l de la sede de l tratante de los datos, e l 
método de la autono mía permite conc ilia r la protecc ió n de los datos per-
sona les garantizados por su ley do miciliaria con la efi caci a jurídico-eco-
nómica de someter todas las activ idades del tratante a una mi sma y única 
ley 25 . Además, favorece real izar efecti vamente una so luc ión uniforme de l 
caso que no siempre se logra por e l func ionamiento no rmal de l derecho 
internac ional pri vado del foro. 
C uando e l titular de los datos se domic ilia en e l extranje ro, la fac ul tad 
de e legir o crear e l derecho aplicable se resue lve conform e a su ley perso-
nal, inc luidas sus normas imperativas, por ejemplo en cuanto prohíben e l 
tratamiento de datos sens ibles como los re lat ivos a la sa lud y a los antece-
dentes pena les. La ley del de lito nada ti ene que ver aquí. Si no está c laro 
cómo los j ueces de l domic ilio reso lverían e l caso, habr ía que investi gar la 
actitud de l derecho internac iona l pri vado extranjero respecto de la autono-
mía de la vo luntad en materia de estatu to personal, así como e l grado de 
li bertad dejado a los parti culares en la di sposición de sus datos personales 
dentro de l pa ís. Si las dudas pers isten, habría que reso lver a fa vor de l de-
recho e legido que garantice una protección de los datos no inferior a la de 
la ley do m ic i 1 iari a. 
Ocurrido e l daño, e l titul ar de los datos podría también convenir e l de-
recho a pi icable a la indemnizac ión, ya que, como bien a rg umenta Boggiano, 
si la pretensión indemnizatoria se establece en interés de l damnifi cado y 
éste puede renunc iar a la indemnizac ión de l daño ufrido, también puede 
acordar la e lecc ión del derecho aplicabl e a e lla 26 . 
25 Ver supra nota 20 y texto acompañante. 
zr, Sobre la efi cac ia extraterri tori al del acto ad mini strati vo, en la li te ratura argentina. 
ver B oGG IANO, Derecho internacional ... , cit. , l. 11 , ps. 872-73. 
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El princ ipio de la unidad, equiva lencia o ubicuidad adoptado en el art. 
1°, inc. 1, de l Código Penal conduce a la aplicación de l derecho argentino, 
tanto s i la acción típ ica se consuma en la Argentina, como s i sus efectos de-
ben prod uc irse en el territo rio argentino. Los de litos tipificados cons isten 
en insertar o hacer insertar datos fa lsos en un archivo de datos personales 
(art. 117 bis, inc 1°, CPen., incorporado po r ley 25.326), reve lar informa-
ción fa lsa contenida en un archivo de datos personales (art. 11 7 bis, inc. 2°), 
acceder il egít imamente a un banco de datos persona les (art . 157, inc. 1°, 
CPen. , incorporado por ley 25.326) y revelar info rm ac ión registrada en 
un banco de datos cuyo secreto estuviere lega lmente obligado a preservar 
(art. 157, inc . 2°)27. El objeto del de lito es un banco de datos persona les o 
la info rmación contenida en un banco de datos persona les de la Repúbli ca 
Argentina, que son a los que se refi ere la ley 25.326. Las mi smas conduc-
tas, cuando se perpetran contra bancos de datos o información contenida 
en bancos de datos extranj eros, no justifi can en derecho la aplicac ión de 
la ley pena l argent ina. El sujeto pas ivo es e l titul ar del banco de datos o 
el titular de los datos revelados o fa lsos con domi cilio en e l pa ís, ya que 
só lo las personas do m ic ili"adas en la Argentin a pueden reg istrar un banco 
de datos persona les y rec lamar la protecc ión de sus datos persona les que 
prevé la ley. 
Y. TRANSFERENCIA INTERNA CIONAL DE DATOS PERSONALES 
Con ac ierto se ha di cho que e l fluj o transnac iona l de datos persona les 
es un fenómeno complej o: "dicho fluj o puede afectar a las condic iones de 
la competenc ia en e l mercado; puede const ituir en sí mismo una v io lac ión 
de la intimidad de las personas; puede ser necesario a los fines de un ade-
cuado auxilio judic ia l o de cumplimiento de no rmas convenc iona les; pue-
de afec tar a la investi gación en sectores específicos, como e l secto r médico 
respecto de los datos de los pac ientes[; y] puede, fina lmente, pos ibilitar en 
buen número de ocas iones, e l nac imiento de supuestos de responsabilidad 
ex delicto en [derecho internac iona l privado], ya que los resultados les ivos 
27 Ver, en general , F oNTAN B ALESTRA. Carlos. Derecho Penal. Parte especial, actuali-
zado por Guillermo A. C. Ledesma, 16" ed . actuali zada, Buenos Aires, 2002, ps. 191 -95 y 
383-85 
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pueden produc irse en e l territorio de un Estado di stinto a aque l en e l que se 
encontraban orig inariamente almacenados los datos" 28 . 
La ley 25.326 regula la transferenc ia internac ional de datos persona-
les en e l art . 12, que di spone: 
" 1. Es prohibida la transferencia de datos personales de cualquier tipo 
con países u organi smos internac iona les o supranac iona les, que no propo r-
cionen nive les de protección adecuados. 
"2. La prohibic ión no regirá en los s ig uientes supuestos: 
"a)Colaborac ión judic ia l internacional ; · 
" b) Intercambio de datos de carácter médico, cuando as í lo ex ij a e l 
tratamiento de l afectado, o una investigac ión epidemio lóg ica, en tanto se 
realice en los términos de l inc. e) de l artículo anterior; 
"c)Transferenc ias bancarias o bursátiles, en lo relati vo a las transac-
ciones respecti vas y conforme la legislac ión que les resulte apli cable; 
"d) C uando la transferenc ia se hubiera acordado en e l marco de trata-
dos internac iona les en los cuales la República Argentina sea parte; 
"e)Cuando la transferenc ia tenga por objeto la cooperación interna-
ciona l entre organismos de inte ligencia para la luc ha contra e l crim en or-
ganizado, e l terrori smo y e l narcotráfi co". 
El plexo normati vo se completa con e l decreto reglamentario 
155 8/2001 , que reza as í: 
" La prohibic ión de transferir datos persona le hac ia pa íses u organis-
mos in ternac iona les o supranac iona les que no proporc ionen nive les de pro-
tecc ión adecuados, no rige cuando el titular de los datos hubiera consentido 
expresamente la ces ión. 
"No es necesario e l consentimiento en caso de transferenc ia de da-
tos desde un registro público que esté lega lmente const ituido para fac il itar 
info rm ac ión a l público y que esté abierto a la con ulta por e l público en 
genera l o por cua lqui er persona que pueda demostrar un inte rés legítimo, 
siempre que se cumplan, en cada caso particular, las condic iones lega les y 
reg lamentarias para la consulta . 
"Facúltase a la Direcc ión Nacional de Protecc ión de Datos Personales 
a eva luar, de ofi c io o a peti ción de parte interesada, e l ni ve l de protecc ión 
proporc ionado por las normas de un Estado u organi smo internac ional. Si 
ll egara a la conc lus ión de que un Estado u organi smo no protege adecua-
damente a los datos persona les, e levará al Poder Ej ecuti vo Nac ional un 
proyecto de decreto para emitir tal dec larac ión. 
2
" CARRASCOSA GoNZÁ LEZ, Jav ier, '·Protección de la in tim idad ... " . cit. , ps. 425-26. 
Cursiva en origi nal. Se ha suprim ido la nota al pie. 
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"El proyecto deberá ser refrendado por los Mini stros de Justic ia y 
Derechos Humanos y de Re lac iones Exteriores, Comerc io Internac ional 
y Culto. 
"El carácter adecuado de l nive l de protecc ión que ofrece un pa ís u 
organismo internacional se eva luará atendiendo a todas las c ircunstancias 
que concurran en una transferenc ia o en una categoría de transferenc ia de 
datos; en particular se tomará en cons iderac ión la naturaleza de los datos, 
la fi na lidad y la duración de tratamiento o de los tratamientos prev istos, e l 
lugar de destino final , las normas de derecho, generales o secto riales, v i-
gentes en e l país de que se trate, as í como las normas profes iona les, códigos 
de conducta y las medidas de seguridad en v igor en dichos lugares, o que 
resulten aplicables a los organismos internac ionales o supranac ionales. 
"Se entiende que un Estado u organi smo internac iona l proporc iona un 
nive l adecuado de protección cuando dicha tute la se deri va directamente 
del ordenamiento jurídico vi gente, o de s istemas de autorregulac ión, o de l 
amparo que establezcan las c láusulas contractua les que prevean la protec-
ción de datos personal es". 
El legislador argentino siguió en genera l las pautas de la Directiva 
Europea 95/46/CE de 1995 (atts . 25 y 26) 29, que refl eja la ri ca experienc ia 
europea de los años 1980-90 en lo que respecta a la protecc ión y a la libre 
circulación de los datos. La adopc ión de no rmas materi a les (y e l rechazo 
de la técnica confl ictuali sta) para regir la transferenc ia a l extranjero de 
datos persona les e justifi ca plenamente por la importanc ia de los intereses 
invo lucrados, en particul ar e l derecho a la intimidad de las personas, que se 
vería frecuentemente menoscabado sin un contro l estata l que impi da que 
los datos recog idos o procesados en e l Estado del foro sa lgan hac ia un país 
con un ni ve l de protecc ión menor de l derecho a la intimidad 30. 
El obje ti vo de l art. 12 de la ley 25.326 y su reglamentac ión es conc i-
liar el libre flujo internac iona l de datos persona les con la protección ade-
cuada del derecho a la in timidad. El princ ipio genera l es que só lo pueden 
transferirse datos persona les con destino a países que ofrezcan un ni vel de 
protecc ión equiparable (es dec ir, no infe ri or) a l que presta la legis lac ión 
argentina ( inc. 1 ). Es responsabilidad de l transmi sor argentino verifica r 
las condiciones de l país receptor. La ausenc ia de una regulac ión lega l o 
sectorial protectiva en el pa ís receptor puede suplirse obteniendo e l trans-
mi sor el consentimiento de l titular de los datos para la ces ión, o mediante 
c láusulas contractua les (o de otro tipo) entre el transmi sor-cedente argen-
tino y el ces ionario extranj ero de los datos que acuerden una protección 
2
" Ver infra, IX. 
3
" Ver, en genera l. C ARRAS OSA G oNzA LEZ, Jav ier, " Protección de la in tim idad " cit.. 
ps. 425-26. 
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semejante a la de la ley 25.326 31 • No se requiere la autori zación previa de 
la Dirección Nacional de Protecc ión de Datos Personales para la transfe-
rencia, ni su aprobación de los contratos o c láu su las contractuales que se 
utilicen. Es que una subordinación a la obtenc ión de autorizaciones admi-
nistrativas podría ocas ionar la pará li sis de muchas actividades modernas . 
Pero la omisión de adoptar esos recaudos compromete la responsabilidad 
administrativa, c ivil y aun pena l del tran smi sor que estab lece la leg is lación 
argentina (a rt. 3 1, ley 25.326; art. 1071 bis, CC iv. ; y a11. 157 bis, inc. 2°, 
C Pen .; respect ivamente) 32 . 
0 lamente la transferencia "acti va" de datos personales --desde la 
Argentina (o desde el país donde se encuentra a lojada la base de datos 33 ) 
hacia un Estado extranj ero o un organi smo internacional- está regulada. 
La " impo11ación" - que tiene por destino la Argentina- es, en princ ipio, 
libre, en ausenc ia de una regulación posit iva. Si los datos tienen por desti-
no fina l un tercer país, también este último debe proporc ionar un ni ve l de 
protección adecuado (art. 12, párr. 5°, dec. 1558/200 1 ). Las condiciones 
para la transferencia al extranje ro de datos personales contenidas en las le-
g is laciones del país de destino inmediato y de destino final (y no so lamente 
el nive l de protección garant izado frente a vio lac iones ocurridas en o incu-
rridas por personas de esos países) son, a mi juicio, determinantes para ev i-
tar que un país sea utili zado como estac ión de tránsito y los datos acaben en 
otro país con un in suficiente nive l de protección de la intimidad. 
Un problema se plantea cuando e l importador extranjero no cu mpl e 
vo lunta riamente con las condiciones de la cesión, ocasionando un peljui-
cio a l titular a rgentino de los datos . Para Pablo Palazz i, cuyo libro sobre las 
transfe rencias internac ionales de datos personales sugiero consu lta r para 
un aná li sis detallado de l tema 3\ e l art. 11 , inc. 4, de la ley 25 .326 "aplica 
la ley argentina de datos persona les a aque llos que reciban datos ( incluso 
aunque estén en e l exterior) para asegurarse que la información persona l 
seguirá amparada po r la ley" 35 . Esa dispos ición suj eta al ces io nario a las 
31 Ver, en general. PALAZZJ, Pablo A., ··Breve comenlario al decreto reglamentario de la 
ley 25 .326"", Derecho y nuevas tecnologías, 2003-4/5. p. 346. 
32 Ver GJ LS CARBO, Alejandra M., " La prohibición de transferencia internac ional de 
datos personales (contra los paraísos in formáticos)", Derecho y nuevas tecnologías, 2000-
3-30. 
33 Ver supra, § 111 , 2. 
34 PALAZZJ, Pab lo A. , La transmisión internacional de datos personales y la protección 
de la privacidad, Ad- Hoc, Buenos Aires, 2002 . 
3 CHACO DE AL13 UQUE RQU E, Roberto - PALAZZJ. Pablo/\ .. ""Nec..:s idad de armonizar el 
derecho a la protección de datos personales en el MERCOSUR", Derecho y nuevas tecno-
logías, 2003-4/5, p. 553 . 
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mi smas obligaciones legales y reglam entarias del cedente, a quien , a su 
turno, responsabiliza so lidariamente por la v io lac ió n de la ley que rea li ce 
e l ces ionario. Traducido a términos de mi espec ialidad, esta norma sería de 
orden público, no só lo interno, s ino también inte rnac iona l (art. 14, inc. 2, 
CCiv.), pudiendo califi cársela como norma de policía del derecho .interna-
cional privado argent ino. Es una inte rpretación razonab le, que se justifica 
por e l objetivo de la ley 25.326 de proteger a las personas dom ic iliadas en 
la Argentina cuyos datos fueron exportados hacia un pa ís con un inade-
cuado nive l de protección de la privacidad . Empero, s i e l pa ís de destino 
protege adecuadamente los datos persona les, entonces e l art. 11 , inc. 4, se 
aplica solamente cuando e l derecho argentino resulta apli cable en virtud de 
la norma de conflicto del art. 43 del Tratado de Montevideo de 1940. Esta 
diferenciación se impone, a mi juicio, por e l principio por e l cual las nor-
mas de policía deben interpretarse restrictivamente, en la med ida en que 
resulta indi spensable para satisfacer e l fin de l legis lador, que tiende aq uí a 
proteger la privac idad de los residentes argentinos. C uando el país extrml-
jero proporciona un nive l de protección adecuado, la remis ión a priori e in-
fl exiblemente a l derecho argentino es inju stificada, incluso contrar ia a l otro 
objet ivo de l legis lador, consistente en faci litar la c ircul ación de los datos 
persona les. Según lo veo, tam bi én sería abusivo someter apriorísticamente 
a l derecho argenti no la responsabilidad del ces ionario extranjero de datos 
pertenecientes a no-residentes de la Repúb lica Argentina procedentes de 
un banco de datos de nuestro país, cuando e l derecho argentino no les brin-
da protecc ión lega l a lguna. 
Fi na lmente, la ley 25.326 reconoce que a lgun os flujos inte rnacionales 
de datos personales (datos médicos; de transferencias bancarias o bursáti-
les; cooperación de inteligencia para la lucha contra e l crimen organiza-
do, e l terrori smo y e l narcotráfico; y auxi lio judicial inte rnaci ona l) deben 
quedar sustraídos del rég imen ju rídico genera l para integrarse en los re-
g ímenes jurídicos particulares propios del contexto en que ta le flujos se 
desarrollan , a fin de evitar cercenar la unidad de regulac ión de cada una de 
estas act ividades (art. 12, in c. 2) 36 . 
36 Cf. CARRASCOSA GoNzALEZ, Javier. "Protección d..: la intimidad .. .' ·. cit. . p. 429 
(comentando el art. 33 de la Ley Orgánica 511992. de 29 de octubre, de Regu lación del 
Tratamiento Automati zado de Datos de Carácter Personal de Espar'la (conocida como 
LORTAD, y actualmente reemplazada por la Ley Orgánica 19/ 1999. de 13 de diciembre, 
de Protección de Datos de Carácter Personal), en que el an. 12. inc. 2, de la k y argen tina 
25.326 se basó). Por ejemplo, los establecimientos finan cieros están actualmente afi li ados 
a un sistema informático universa l: SW IFT (Soc iety for Worldwide lnterbank Financia! 
Telecommunicati ons). Para una síntesis de la política de SW IFT sobre privacidad de los 
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YJ. JURISDICCIÓN INTERNACIONAL ARG ENTINA 
El art. 36 de la ley 25.326 establece que será competente para c i1 Ce)1-
der en las acciones de protección de los datos personales e l j uez de l domi-
c ilio del actor, e l de l domic ilio de l demandado, e l de l lugar en que e l hecho 
o el acto se exteriorice o pudiera tener efecto, a elección de l acto r (primer 
párrafo) . Procede la competencia federa l cuando la acc ión se interponga 
en contra de archivos de datos públicos de organi smos nac iona les ( inc. 
a) y cuando los archivos de datos se encuentren in terconectados en redes 
interjurisdicciona les, nacionales o internaciona les ( inc. 2). Natura lm ente 
que en esta última hipótes is, la jurisdicci ón internac iona l argentina es un 
presupuesto de la competencia federa l. 
Ahora bien, el primer párrafo de l art. 36 constituye una norma de 
competenc ia territoria l ( interna), no de jurisdicc ión internac iona l. Y aun-
que se podría aplicar por ana logía, ante la ausenc ia de normas de j urisdic-
ción in ternac iona l específi cas en la ley 25.326 37, existe un ri esgo grave: 
la posibilidad de que los tribuna les argentinos se consideren dotados de 
j urisdicción para entender en casos s in contactos s iquiera mínim os con e l 
fo ro. Sería suficiente determinar cualquier acto o efecto en la Argenti na 
(por ej emplo, que e l tratamiento automatizado de los datos persona les se 
rea lice en la Argentina o que los datos sean acces ibles a través de Internet 
desde una computadora en la Argentina) para que nuestros tribuna les pu-
dieran asumir jurisdicción internac iona l. La internac iona lización de l art. 
36 conduce a 'una multiplicac ión de j uri sd icciones argent inas exorbitantes, 
cuya consecuenc ia es el muy probable desconoc imiento de sentenc ias na-
ciona les dictadas en casos donde las personas o e l banco de datos no se 
encuentran en territorio argentino. 
En estas circunstancias, se me ocurre una única a lternativa: ap licar, 
también por ana logía, e l art. 56 de l Tratado de Derecho C iv il Internac iona l 
de Montev ideo de 1940, que permite a los j ueces argentino asumi r ju-
ri sdicc ión cuando el derecho aplicable a la protección de los datos o a la 
responsab ilidad de lictua l es e l argentino, o e l demandado está domici li ado 
en nuestro país. Como la protecc ión de los datos persona les se rige po r e l 
derecho del domic ilio de su titul ar, y e l titu lar-demandante debe e tardo-
miciliado en Argentina para que e l derecho argentino resulte ap licab le, e l 
fo rum causae conduce en la práctica a l habilitam iento de un jorum actoris 
datos personales identi fi cados, recolectados y compartidos con moti vo del uso del Sistema, 
ver http://www.swift. com/index.cfm?item_ id= 1037. 
37 Ver, en general, 8 oGGIANO, Antoni o, "Juri sdicción internac ional y competencia in-
terna" (nota a la sentenci a de la C. Nac. Com., sala A, 20/ 1 0/ 1970), JA 197 1-X I- 195 y ss. 
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argentino. La jurisdicción así determinada no es prorrogable a favor de jue-
ces o árbitros extranjeros. Cuando las partes hayan e legido la apli cac ión de 
un derecho extranjero, habría que admitir igua lmente la j uri sdi cc ión argen-
tina conducente a ev itar la denegación de j ustic ia (doctrina " V lasof') 38 . 
VII . CASOS AJENOS A LA LEY 25 .326. D ERECHO APLICA BLE y JURISDICCIÓN 
INTERNACIONAL ARGENTINA 
Las re lac iones jurídicas entre el responsable de un banco de datos 
y los usuarios de dichos datos (v. gr., por sumini strar informac ión fa lsa 
o incorrecta), y entre el cedente local de datos personal es y e l ces ionario 
extranjero (v.gr., por incumplimiento de las condi ciones de la ces ión) son 
supuestos típicamente ajenos a un régimen de protecc ión de los datos per-
sona les. La excepc ión v iene dada cuando una norma de po lic ía del derecho 
internac iona l privado responsabiliza al cedente por las obligac iones de l 
ces ionario extranjero, como medio de reforzar la protecc ión de los datos 
personales, como es e l caso del art. 11 , inc. 4, de la ley 25 .326. Es lógico 
que e l derecho del cedente de repetir del ces ionari o lo que pagó por indem-
nización de daños a l ti tular de los datos o en concepto de multa a l órgano 
público de contro l, quede también somet ido a l derecho argentino. A llende 
este supuesto, los derechos y obli gaciones entre los responsables de bancos 
de datos y sus usuarios, y entre cedentes y ces ionari os de datos, se rigen 
por e l derecho aplicable a l contrato o a la responsabilidad de lictua l a que 
responden (arts. 1209 y 12 1 O, CCiv.; y art. 43 , Tratado de Montevideo de 
1940; respectivamente). Como s iempre, la jurisdi cción depende del dere-
cho aplicable y de l domic ilio de l demandado (arts. 12 15 y 12 16, CC iv.; art. 
56, Tratado de Montev ideo de 1940; respectivamente). 
VI [l. EL CONFLICTO DE LEYES INTERJURISDICCIONAL INTER O 
En adic ión a l régimen federa l, varias prov inc ias han garantizado la 
protecc ión de los datos de carácter personal en sus constituc iones (v. gr., 
art. 16, Constituc ión de la Ciudad Autónoma de Buenos Aires; art. 20, inc. 
3, Constituc ión de la Prov inc ia de Buenos Aires; art. 50, Con tituc ión de la 
Prov inc ia de Córdoba; art . 19, Constituc ión de la Prov inc ia de l Chaco; art . 
56, Constituc ión de la Provincia de l Chubut; art. 23, incs. 6 a 8, Consti tuc ión 
de la Provinc ia de Jujuy; art. 20, Const ituc ión de la Prov inc ia de Río egro; 
3
' Corte Sup .. 2 1/3/ 1960, Fallos 246:87; JA 1960-111-2 16; con comentar io de Wcrner 
Go ldshmidt, LL 98-287. 
66 LECCIONES Y ENSA VOS 
art. 89, Constitución de la Prov incia de Salta; att. 26, Constitución de la 
Prov incia de San Juan ; a rt. 2 1, Constituc ión de la Provincia de San Luis ; y 
art. 45 , Constituc ión de la Prov inc ia de Tierra de l Fuego, Antártida e Islas 
de l Atlántico Sur) y legis lac ió n procesal (v.gr., ley 4244 de la Prov inc ia de l 
Chubut 39; ley 3794 de la Prov incia de Mis iones 40 ; ley 23 07 de la Prov inc ia 
del Neuquén 41 ; ley 3246 de la Provinc ia de Río N egro 42 ; ley 6296 de la 
Prov inc ia de Santiago de l Este ro 43 ; y Código Procesal Constituc iona l de 
la Prov inc ia de Tucumán , a rt. 67 44). Esas no rmas reglamentan la acción 
de protección de los datos personales o de habeas data o de amparo especial 
en jurisdicción provinc ia l. Los princ ipios ustantivos de la protecc ión de da-
tos, inc luidos los derechos de sus titula res y las obligaciones de usuarios y 
responsables de bancos de datos, se rigen por la ley nac ional 25 .326, cuyos 
cap ítulos 1 a IV son de aplicación en todo e l territorio naciona l (art. 44). 
Nada obsta, empero, a que una prov inc ia regul e e l tratamie nto de da-
tos persona les en e l ámbito de su competenc ia. Por ej emplo, la C iudad 
Autónoma de Buenos A ire , en su func ión de autoridad sanita ri a, prohíbe 
a los profes iona les de la sa lud hacer pública la informac ión gené ti ca de las 
personas; prohibic ió n que se extiende a las compañías de seguro, obras 
soc ia les, empresas de medic ina prepaga o aseguradoras de riesgos de l tra-
baj o que actúan, se supone, en te rritorio potteño (ley 7 12 de Ga rant ías a l 
Patrimonio Genético Humano 45). Por su parte, la Prov inc ia de Mendoza 
ha regulado las acti v idades de las empresa pri vadas que sumini tran in fo r-
mación sobre antecedentes comerc ial es, fin ancieros y/o bancarios en te rri -
torio mendoc ino (ley 725 1 de Creac ión de l Reg istro de Empresas Pri vadas 
de Info rm ac ión de Deudores 46); y en una norm a de auto limi tac ión de l 
tenor del art. 2° de la ley 25 .326, protege la " info rm ac ió n sens ible" de las 
persona fís icas o jurídicas que tengan domic ilio o sucursa l en la prov inc ia 
de Mendoza exc lusivamente (art. 2°, inc. e). 
Como ocurre con los bancos de datos del gobierno federa l, la pro-
tección de la privac idad frente a los órga nos de los Estados prov inc ia les 
y sus entes descentra li zados se rige por e l derecho administrativo propio. 
Una prov inc ia no podría, empero, restring ir la protecc ión de los datos que 
3
" 130 (Chubut) de131112/1996. 
'" 130 (M isiones) de l 19/ 11 /200 1. 
41 BO (Neuquén) de l 4/2/2000. 
42 130 (Río Negro) del 7/ 12/1998. 
43 BO (Sgo. del Estero) de l 12/7/ 1996. 
" Aprobado por ley 6944 ; 130 (Tueumán) del 8/3/ 1999. 
45 130(CAI3A)dell 7/ 1/2002. 
4
" BO (Mcndoza) de l 15/10/2004. 
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garantiza a todos los habitantes de Argentina la ley 25.326, que es de or-
den público nac ional (a rt. 44), por el principio de supremacía del derecho 
federal (art. 3 1, C ). Unicamente la Capital ha optado por legislar integra l-
mente el tratamiento de datos personales asentados en archi vos del sector 
pú blico loca l. La ley 1845 de Protección de Datos Per a nales de la Ciudad 
Autónoma de Buenos Aires 47 contempla inclu o la transferencia interpro-
vincial e in ternacional de los datos. Se prohíbe la transferencia a cualquier 
prov incia o municipio cuya admini stración pública no proporcione ni ve les 
de protección adecuados a los establec idos por la ley nacional 25.326 o la 
propia ley (art . 11 , inc. 1 ). La prohibición no rige en los supuestos de co-
operación judicial interjuri sdiccional y de intercambio de inform ac ión entre 
los respectivos organismos prov inciales o nac ionales dentro del marco de 
sus competencias, a requerimiento de la autoridad judicial y en el marco 
de una causa, así como en las hipótes is de los incs. 2 b), e) y e) del art. 12 de 
la ley 25.326 (a tt. 11 , inc. 2, ley 1845). El art. 12, que regula la transferen-
cia de datos públicos prov inciales al exterior, es idéntico a su homónimo 
de la ley naciona l. Me hago dos preguntas. La primera es si una prov incia 
puede establecer requi sitos más laxos para la transferencia internacional 
de datos que los establecidos en el art. 12 de la ley 25.326. La respuesta es 
negativa, porque se introduciría una fuga en el sistema nacional de protec-
ción de la privac idad. El art. 12, en cuanto prohíbe la transferencia de datos 
con países que no proporcionen un ni vel de protección adecuado, es de 
orden público y vincula tanto a los responsables de bancos privados como 
al gobierno federal y los gobiernos prov inciales por igual. Teóricamente, 
las prov incias sí podrían establecer condiciones más restrictivas para la 
transferencia al extranjero que la ley nac ional , por ejempl o, requiri endo el 
consentimiento del titular de los datos en todos los casos, siempre, claro 
está, que no ex ista un a norma de derecho internac ional que obligue a la 
transferencia. La segunda pregun ta es si una prov incia puede prohibir la 
transferencia de datos, no só lo de los bancos públicos s ino también de los 
pri vados localmente regulados, a otra prov incia argentina o al gobierno 
federal. Creo que sí, con dos limitaciones: si lo ordena una norm a federal 
o lo ex ige el interés nacional, por ejemplo, para control ar una epidemia. 
Vo lviendo a la acc ión de habeas data, están legitimados para interpo-
nerla, en j urisdicción provincial , los habitantes de las prov incias respec-
tivas (a quienes las constituciones y leyes prov inciales primariamente se 
dirigen), así como los de las otras prov incias argentinas en virtud del art . 
8° de la Constitución Nacional, que establece que los ciudadanos de cada 
"' Vetada pa rc ialmen te por dcc . 19 14/2006: BO (C/\8/\) dc l 29/ 12/2005 . 
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prov inc ia gozan de todos los derechos de los c iudadanos de las demás 48 . 
Los suj etos pasivos son típicamente e l Estado provincial y los munici pios 
que son titulares de un banco de datos público y los responsabl es de bancos 
de datos pri vados con asiento en e l territorio de la prov incia . En ocasiones, 
también los usuarios de l banco de datos ( ley de Chubut, art. 4°; ley de 
Misiones, art. 4°; ley de Río Negro, art. 6°), asimismo, se supone, domi c i-
li ados o con sucursa l en la j uri sdicción. La ley de habeas data de Mi s iones 
también comprende en su ámbito de aplicación a los responsables deban-
cos de datos privados con asiento fuera de la prov incia (¿ incluso en otro 
país?), pero "que generen hechos o actos que se exterioricen o pudieren 
tener efectos en e lla" (art . 1 °), por ejemplo, cuando a lg una de las fases del 
tratamiento se reali za en territorio misionero o e l titular de los datos está 
domiciliado a llá(?). Empero, como en estos casos lo más seguro es que 
estén involucrados bancos de datos interconectados en redes inte~juri sdi c­
cional es, nacionales o internacionales, será procedente la competencia fe-
deral en virtud de l art. 36, inc. b), de la ley 25.326. Allende este supuesto, 
la competencia federal también procede por aplicac ión de l art. 116 de la 
Const ituci ón Nacional , a e lección del actor, en las causas en que sean parte 
un vecino de la provincia en que se suscite e l pleito y un vecino de otra, 
o una provit.1cia y un vecino de otra 49 . En este último caso, hay que dis-
tinguir según que se trate de bancos de datos gestionados por los poderes 
ejecutivo, legis lativo o judicial provincial , en cuyo caso ti ene competencia 
orig inaria la Corte Suprema de Justicia de la Nación ; y de los gestionados 
por sus reparti c iones autárquicas, en que interv ienen los tribunales federa-
les infer iores. La vecindad se configura por la res idenc ia continua de dos 
años en la prov incia o por tener en e lla propiedades raíces, o un estableci-
miento de industria o de comercio, o por hallarse establecido de modo que 
aparezca e l ánim o de permanecer ( art. 11 , ley 48). En e l caso de soc iedades 
anónimas, se las cons idera vecinas de la provincia en que se encuentran 
establecidas y haciendo sus negocios (a rt. 9°, ley 48). Deberá atenderse 
tanto a la sede centra l como a la sucursal que posean en la prov in c ia para 
los actos a ll í rea li zados 5°. Para las otras formas societarias, la vec indad de 
sus soc ios es re levante (aplicac ión analógica de l a rt. 1 O de la ley 48) 51 • 
•K Ver, en general, 81DART CAMPOS, Germán J. , Tratado elemental de derecho constitu-
cional argentino, t. 1-A, Ediar, Buenos Ai res, 1999-2000, ps. 663-64. 
49 Existe un estudio no superado sobre la j uri sd icción y la competencia de los tribuna-
les federa les, al que remitimos in totum, HARO, Ricardo, La competencia federal- Doctrina. 
Legislación. Jurisprudencia, Depalma, Buenos Aires, 1989, con pró logo de Germán J. 
Bidart Campos. 
511 Cfr. HARo, Ricardo, La competencia ... , ci t. , ps. 193-94. 
51 1-IARO, Ricardo, La competencia ... , cit. , p. 194. 
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Existe conciencia de que un fenómeno tan complejo e intrínsecamen-
te internacional como es el tratamiento de los datos personales no puede 
ser controlado únicamente mediante legislaciones nacionales 52. Varias or-
ganizac iones internacionales se han interesado en el problema. En 1980, 
la Organización para la Cooperación y e l Desarrollo Económico (OCDE) 
adoptó las Guidelines on the Protection of Privacy and Transborder 
Flows of Personal Data 53 (Directrices sobre Protección de la Privacidad 
y Flujos Transfronterizos de Datos Personales), que continúan represen-
tando e l consenso internacional sobre los principios que deben guiar a 
los gobiernos, a las empresas y a la sociedad civil en la protección de la 
privacidad y los datos personales sin introducir restricciones innecesa-
rias al flujo de datos. Las Naciones Unidas han adoptado los Principios 
Rectores para la Reglamentación de los Ficheros Computadorizados de 
Datos Personales 54, aprobados por la Asamblea General por resoluc ión 
45/95 de 14 de diciembre de 1990, que establecen las garantías mínimas 
que deben proporcionase en toda legis lación nacional en relación con la 
recolección , almacenamiento, uso y transmisión de archivos de datos per-
sonales informatizados. Los principios inc luyen: exactitud, especificac ión 
y contenido, no discriminación, seguridad y libre transmis ión de datos 
a través de fronteras en presencia de sa lvaguardias comparables . En la 
Organización Mundial del Comercio (OMC), e l art. XIY.c.ii del Acuerdo 
General sobre el Comercio de Servicios (GATS) 55 , negociado en la Ronda 
Uruguay en 1995, reconoce e l derecho de los países miembros a tomar la 
medidas necesarias para proteger la privac idad de las personas en relac ión 
con el procesamiento y la divulgac ión de datos personal es, así como res-
pecto a l carácter confidencial de los registros y cuentas individuales. La 
OMC estab leció en 1998 un programa de trabajo sobre el comercio e lec-
trónico, en e l cua l se abordan cuestiones vinculadas con la privacidad en 
52 Para un raconto de las principales iniciativas internacionales sobre este problema 
en las décadas de 1980 y 1990. ver SARAVA LLE, Alberto, "Brevi osservazioni ... ", ci t. . p. 46, 
nota 10. 
53 Disponible en el sitio de Internet de la OCD E en hllp://www.oecd. orgldocumenll 
53/0,2340,en_2649_34255_15589524_ I_ I_ I_ I,OO.html (en inglés y en francés. con un 
resumen en español ). 
54 Di sponibl e en Internet en http:/l/93.194.138.190/spanish¡html/menu3/b/71 sp./11m . 
55 Disponib le en el sitio de Internet de la OMC en http://www. wto.orglspanishldocs_sl 
/ega/_s/26-galspdf 
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Internet 56. También en 1998, la Cámara de Comerc io Internac ional (CCI) 
adoptó Cláusulas Modelo para la Utilización en Contratos que In volucran 
la Transferencia de Datos Personales 57, las cual es aseguran a l ti tular de 
los datos un recurso contra e l exportador de los datos s i e l impottador 
de los mi smos, en un pa ís que no tiene protección adecuada según la j u-
risdicc ión del exportador, v iola una regla de pri vac idad de acuerdo con 
las leyes de l pa ís exp01tador. Otras inic iati vas destinadas a proteger la pri -
vac idad en e l comerc io electrónico han s ido tomadas por la Comi s ión de 
las Naciones Unidas para e l Derecho Mercantil In ternac iona l (CNUDM I), 
la Organización Internacional para la Estandarizac ión (1 SO), la Uni ón 
Internaciona l de Te lecomunicac iones (UIT), la Organizac ión Mundia l 
de la Propiedad In te lectual (OMPI) y la Organización de las Nac iones 
Un idas para la Educac ión, la C ienc ia y la Cultu ra (UNESCO). Inc luso la 
Confe rencia de La Haya de Derecho Internaciona l Privado se ocupó de l 
tema en su ses ión de 1988 58, que sin embargo no ha tenido seguimiento. 
Fina lmente, en e l ámbito interamericano, e l Comité Jurídi co 1 nte ramericano 
de la OEA ha e laborado un Anteproyecto de Convención Americana sobre 
Autodeterminación Informativa 59, que se basa en e l Convenio del Consej o 
de Europa de 1981 60, cuyo obj eto cons iste en garantizar, en e l territori o de 
cada Estado Parte, a cua lquier persona f ísica o jurídica, sean cua les fueren 
su nac ionalidad, res idenc ia o domic ilio, e l respeto de sus derechos funda-
menta les, concretam ente, su derecho a la autodeterminac ión in fo rmati va 
con relac ión a su v ida privada y demás derechos de la persona lidad, así 
como la defensa de su libertad e igualdad con respecto al tratamiento au-
tomati zado o manua l de los datos correspond ientes a su persona o bie nes 
(art . 1o) 6t . 
lr. Ver hllp:l/www. wto.org/spanishl tratop _slecom_slecom_s.htm. 
57 Dispon ibles en el sit io de In ternet de la CCI t n http://www. iccwbo.org/id9 11/ index. 
html (en inglés). 
58 Ver PELICHET, Michel, "Note on Conflict of Laws Occassioned by Transfrontier Data 
Flows'' , en Conférence de La Haye de droit intemational privé. Acles el documents de la 
Seizieme session (3 a u 2() octobre 1988), t. 1, Malieres diverses, La Haya. 1991, ps. 1 13 y ss. 
59 Ver Organización de los Estados Americanos (OEA). Informe anual del Comité 
Jurídico lnteramericano a la Asamblea General, OEA/Ser.G, CP/doc.3272/00, 25/8/2000. 
El Anteproyecto está disponible en In ternet en hllp: Jwww. ulpiano. com/c onvencion. htm 
(última visita : 18/6/2006). 
c.o A diferencia del modelo europeo, el Anteproyecto de Convención Americana con-
templa los datos de las personas tanto fís icas como jurídicas o a sus bienes que figuren en 
regi stros, ficheros o bancos de datos de los sectores públ ico y privado, sean éstos automa-
tizados o manua les. 
"' Ver comentario de PALAZZ I. Pab lo A .. La transmisión ... , cit. , ps. 49-52 . 
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En las últimas décadas, la mayoría de los países con régimen demo-
crático liberal ha adoptado legislación protectora de la pri vac idad que en 
mayor o menor medida sigue los parámetros internac ionales, lo que ha pro-
vocado un interesante - si no óptimo- nivel de arm onizac ión del derecho 
de los datos info rm atizados. 
El mayor grado de armonización legislati va a lcanzado hasta el pre-
sente obre el tratamiento de los datos personales es entre los países eu-
ropeos 62 . El primer instrumento vinculante (inc luso en el mundo) es e l 
Convenio 108 del Consejo de Europa de 28 de enero de 198 1 para la 
Protección de las Personas con Respecto al Tratamiento Automatizado de 
Datos de Carácter Personal 63, que enuncia los principios bás icos de la 
protecc ión de datos que actualmente ri gen en los países europeos . Empero, 
la coordinac ión legislativa vendría de la mano de la Directiva 95146 del 
Parlamento Europeo y del Consejo de 24 de octubre de 1995 relativa a la 
protección de las Persona · Físicas en lo que Respecta al Tratamiento de 
Datos Personales y a la Libre Circulación de estos Datos 64, que retoma 
y amplía el rég imen del Convenio y crea un marco regulador dest inado 
a establecer un equilibrio entre un ni ve l elevado de protecc ión de la vida 
pri vada de las personas y la libre circul ac ión de datos personales dentro 
de la Unión Europea y, con ese objeto, fij a límites es trictos para la re-
cogida y utili zac ión de los datos personales y so li cita la creac ión, en cada 
Estado miembro, de un organi smo nac ional independiente enca rgado de 
la protección de los mencionados datos. El rég imen se completa con la 
Directiva 2002/58/CE del Parlamento Europeo y del Consej o de 12 de 
julio de 2002, relativa al tratamiento de los datos personales y a la pro-
(,¡ Ver, en general, RIGAUX, Franc;;o is, " Libre circulac ión de datos y protección de la vida 
pri vada en el espacio europeo··, JA , 5/ 1/2005 . Para una excelente síntesis del sistema europeo, 
ver DE FR UTOS G6MEZ, José M ., ·'El régimen de la Unión Europea sobn: la protecc ión de datos 
personales", ponencia presentada en el IV Encuentro Iberoameri cano de Protección de Datos 
Pcr onales, realizado en la Ciudad de M éx ico del 1 al 4 de nov iembre de 2005; disponib le 
en Internet en http ://www.ifai.org. mx/cventos/2005/enc_ Ibcro/poncncias/jfrutos.pdf. (El Sr. 
Gómez Frutos es A dministrador Principal de la Unidad de Protección de Datos Personales de 
la Dirección General de Justicia. Libertad y Seguridad de la Comisión Europea). 
63 Una traducc ión al espaiio l del Convenio está dispon ible en https://212. 17(J.2-12. / -18 
u p i oad/ C a na 1 _ Do e u menta e ion/ / e g is 1 a e i on/ C onsej o%20de % 2() E u ropa!(' on ve n i os 
B. 2 ') %20CONVEN 10 %20N % BA %201 08 %20DE L%20C ONS EJ0 %20D E%20EU /? 
OP!Ipdf El texto auténti co, en inglés y francés, de l Conven io está disponi ble en el si-
tio de Internet del CE en hllp :l/conventions.coe. int/7i·eaty!Commun!Que l·óule:: /. 'ous. 
asp ?NT= I08& CM=8&DF=612 /12()()6& CL=ENG. 
(,; Diario Oficial L 28 1 de 23/ 11 / 1995. ps. 3 1-50; también <.li sponiblc en el sitio de Internet 
de la E en hllp:lleur-lex.europa.eu/ LexUriServ/ LexUriServ do?uri CELF.X:3/ 995W 0-16:F ·: 
HTML 
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lección de la intimidad en el sector de las comunicaciones electrónicas 
(Directiva sobre la privacidad y las comunicaciones electrónicas) 65, la 
Directiva 2006/24/CE del Parlamento Europeo y del Consejo de 15 de marzo 
de 2006, sobre la conservación de datos generados o tratados en relación con 
la pre ·tación de servicios de comunicaciones electrónicas de acceso público 
o de redes públicas de comunicaciones y por la que se modifica la Directiva 
2002/58/CE 66 y el Reglamento CE 4512001 del Parlamento Europeo y del 
Consejo de 18 de diciembre de 2000 relativo a la protección de las personas 
fisicas en lo que respecta al tratamiento de datos personales por las in-
stituciones y los organismos comunitarios y a la libre circulación de estos 
datos 67. Es preciso agregar que la protección de los datos de carácter per-
sonal fue expresamente reconocida como un derecho fu ndamenta l de la 
persona humana en la Carta de los Derechos Fundamentales de la Unión 
Europea (art. 8) 68, derecho que también aparece en e l proyecto de tratado 
por e l que se establece la Constitución Europea (art . 1-5 1) 69 . Finalm ente, 
debe citarse e l Convenio Para la Protección de los Derechos Humanos 
y de las Libertades Fundamentales del Consejo de Europa de 1950 70 , 
cuyo art. 8°, que reconoce el derecho de toda persona a su vida privada, ha 
sido utilizado por la Corte Europea de Derechos Humanos (CE DH) para 
decidir los temas re lativos a la protección de los datos persona les. En e l 
ámbito jurisprudencia! , merecen destacarse dos sentenc ias del Tr ibuna l de 
Justicia de las Comunidades Europeas (TJCE) dictadas en 2003, afirmando 
la aplicabi lidad de la Directiva 95/46 a las acti v idades de tratamiento de 
datos que se realizan en territorio com unitario, aun cuando no presenten 
"
5 Diario Oficial L 20 1 de 3117/2002, ps. 37-47; también di sponib le en el si-
tio de Internet de la UE en http:/leuropa.eu.intleur-lex/pri/es/ojldat/200211_20 1/1_ 
20 /20020 73/es00370047pdf 
'''' Diario Oficial L 105 de 13/4/2006, ps. 54-63 ; también disponible en el siti o 
de Internet de la UE en http:l/eur-lex.europa. eu/ LexUriServ/site/esl oj/200611_ 10511_ 
1 05200604 13es00540063pdf 
''
7 Diario Oficial L 8 de 12/1/200 1, ps. 1-22; también disponible en el sitio de Internet de 
la UE en hllp://europa.eu/eur-lex/priles/oj/dat/200 111_00811_ 0082001 O 11 2es000 1 0022.pdf 
fiH Diario Oficial e 364 de 18/ 12/2000, ps. 1-22; también disponible en el siti o de 
Internet de la UE en http://www.europarl. europa. eu/charterlpdfltext_espdf 
''" Disponible en el sitio de Internet de la UE en http ://europa.eulconstitutionl esl ls-
toc l es.htm. 
7
" Una traducción al español del Convenio está disponible en el sitio de Internet de la CEDH 
en http://www.echuoe. int/N /?Irdon/y res/ 1101 E77 A-C8E I-493F-8090-800C/3020E59510 
Spanish! Espagnolpdf El texto auténtico. en inglés y francés, del Convenio está di sponib le 
en el sitio de Internet del CE en http ://conventions.coe. intí freaty/Commun!Que Voulez Vous. 
asp?NT=005& C/v/=8& DF =6121 12006& CL=ENC. 
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un víncul o directo con la libertad de c irculación ga rantizada por e l Tratado 
Constitutivo de la Comunidad Europea (es dec ir, aunque se trate de opera-
ciones puramente nacionales) . En los casos "Osterre ichi scher Rund funk 
y otros" 71 , y " Bod i 1 Li ndqvist si cuestión prej ud icial " 72 , e l T JC E funda-
mentó esta interpretación en e l obj et ivo de la Directiva de establecer un 
régimen apropiado para la protección del derecho a la intimidad de las 
personas en lo que respecta a l tratamiento de los datos personales y que 
elimine los obstáculos al funcionamiento del mercado interior que derivan 
de las disparidades entre las legislaciones nac ionales. 
La armonización de las legislac iones nacionales en materia de pri-
vacidad resu lta igua lmente necesaria entre los países del Mercosur para 
concretizar e l establecimiento de l mercado común que comanda e l Tratado 
de Asunc ión. E l objetivo de armonizac ión se ve dificultado, sin embar-
go, por e l hecho de que no todos los Estados miembros del Mercosur po-
seen aú n una normativa óptima protectora de la intimidad 73 . De hecho, 
Argentina es el único país del Mercosur - y a un de América Lat ina- que 
ha recibido e l reconocimiento de país con un nive l adecuado de protección 
por lo que respecta a los datos per anales transferidos desde la Comunidad 
Europea 74 . 
En lo que respecta al ámbito supranacional subregiona l, e l tema de la 
protección de datos personales está siendo tratado por e l Subgrupo de 
Trabajo nro. 13 "Comerc io e lectrónico" , que ya ha e laborado un proyecto 
de norma sobre " Protección de datos personales y libre circulación de da-
tos" del Mercosur. El proyecto ha ido e laborado obre la base de un estudio 
comparativo de las legis lac iones protectoras de la intimidad de los países 
miembros del Mercosur y con la normativa europea. En la XIV Reuni ón 
Ordinaria del Subgrupo de Trabajo los días 19 y 20 de marzo de 2005 en 
71 Casos acumulados C-465/00, C-1 38/0 1 y C-1 39/0 1, sen\. del 20/5/2003 . 
72 Caso C- 101 /0 1, sen\. del 6/ ll /2003 . 
n Entre los países miembros y asociados del Mercosur, sólo en Chile y Paraguay se 
han dado legislaciones protectoras de la pri vacidad que contienen principios sobre pro-
tección de los da tos personales (Chile: ley 19.628 sobre Protección de la Vida Pri vada. 
Diari o Oficial del 28/811 999; Paraguay: ley 1682 "que reglamenta la información de carác-
ter pri vado", Diari o Ofi cial del 1611/200 1 ). Boli via, Bras il y Uruguay carecen de una ley de 
protección de datos, si bien es posible encontrar en sus textos constitucionales y/o legales 
algunos principios parciales. Para un análisis de los regímenes de privacidad en los pa íses 
del Mcrcosur, ver PALAZZI, Pablo A ., La transmisión ... , cit .. ps. 63 -65 , 70-77, 93 y 17 1-95. 
74 Comisión de las Comunidades Europeas. Dec isión C(2003) 173 1, del 30/6/2003 : 
Diari o Ofi cial L 168 del 517/2003 ; también di sponible en el sitio de Internet de la Comisión 
en http://ec. europa.eu/ juslice h ome!fij lprivacyldocs/adequacyldecision-c2003- 17 31 ldeci-
sion-argentine _ es.pdf 
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Asunción del Paraguay, las delegaciones acordaron remitir las considera-
ciones sobre el proyecto de norma a la delegación argentina, la que será 
la encargada de circular la primera versión rev isada de la propuesta . El 
proyecto de norma Mercosur, una vez adoptado, se adaptará al formato de 
un proyecto de Decisión (del Consejo del Mercado Común) 75 . 
Allende lo expuesto, la única norma aprobada hasta el presente por un 
órgano comunitario es la relativa a los procedimientos y seguridad en el in-
tercambio y consulta de datos obrantes en los sistemas informáticos adua-
neros, adoptada por Dec isión del Consejo del Mercado Común 19/200S de 
14/ 12/200S 76 La norma tiene por objetivo implementar entre los Estados 
Pa.1e un enlace inform ático, a través de l cual podrán intercambiar informa-
ción o efectuar consultas de las bases de datos obra ntes en las respectivas 
admini straciones aduaneras, a los fines de prevenir, investigar y combat ir 
los ilícitos ad uaneros, ag ili zar las práct icas comerciales y e l intercambio 
eficaz de información (a rt. 1 °). Con esos fines solamente, se autor iza la 
transfe renc ia y utilización de datos personales relativos a personas fís icas 
y jurídicas, salvo los relativos al origen racial , opiniones políticas, convic-
ciones religiosas, sa lud o vida sexual (art. 4°). La adm inistración ad uanera 
de cada Estado Parte es responsab le de la fase del tratamiento de los datos 
que lleva a cabo, conforme a sus leyes internas (arts. 11 , 13 y 16), las que 
deberán garantizar un grado de protección y confidencialidad adecuados (art. 
S0 , inc. 1 ) . En ausencia de normas internas o de menor nivel de protección, se 
ap lican las normas de la presente normativa (art. S0 , inc . 2). 
X . C ONS IDERACIONES FINALES 
Desde la órbita del derecho internac ional , ta nto públi co como priva-
do, la ley argentina de Protección de Datos Personales es bastante sati s-
factoria . La ley favorece la transferenc ia internac iona l de datos personales 
hasta el límite que permite el respeto al derecho a la in tim idad; co nci li ando 
adecuadamente dos va lores tan fundamen tales como antagónico : el de la 
preeminencia de l respeto a los derechos del hombre, con el de la libertad 
de info rmac ión entre los pueblos, nece ario para alcanzar el desarrollo eco-
nómico y social. 
Dicho ello, el rég imen jurídico estab lec ido en la ley 2S.326 suscita 
algunas crít icas. En primer lugar, deja fuera de l ámbito de protección le-
gal a la mayoría de los datos personales registrados en los archi vos de las 
75 Cf. MERCOSUR/SGT nro. 13//\eta 1/2005. § 2.2. 
7
" Disponible en el sitio de Internet del Mereosur en hllp: u·w,r.merco.\·u¡:int. 
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embajadas y consulados argentinos en e l exterior. Es que, como vimos 77, 
la ley restringe la protección que organi za a una categoría determinada de 
destinatari os: las personas con domic ilio legal en el país (art. 2°). Como 
los " libros de matrícul a" y otros ficheros que llevan las representac io nes 
se conforman principa lmente - s i no únicamente- de datos de personas 
res identes en e l exteri or ( los domic iliados en e l territorio que cubre la res-
pectiva mi sió n), esas personas no son " titulares de los datos" en e l sentido 
de la ley 25 .326. Situaci ón ésta que es grave y paradójica. Es grave, s i se 
recuerda que los fic heros de las embajadas y consulados están exentos de 
la jurisdicci ón de l Estado receptor; con lo que la persona cuya privacidad 
ha sido menoscabada no puede am pararse en ningún sistema nacional de 
protecció n. Y es paradój ica si se tiene en cuenta que las representac iones 
argentinas en e l extranj ero, en tanto que órganos de l Estado argentino, s í 
están sometidas a las obligac iones (y los funcionarios están sujetos a las 
sanc iones) lega les y administrativas que establece la ley 25.326 (art. 1°). 
Frente a este s istema incompleto de protecc ión, creo que a las víctimas de las 
v io lac iones só lo les queda prevalerse de una nonnatividad superio r consti-
tucional (a rt. 43 de la Constituc ión Nacional que reconoce e l habeas data) 
e internaciona l (art. V, Declarac ión Americana de los Derechos y Deberes 
del Hombre; art. 12, Declarac ión U ni ve rsa l de Derechos Humanos; art. 11 , 
Pacto de San José de Costa Rica; art. 17, Pacto Internaciona l de Derechos 
C iv iles y Po líticos ; art. 16, Convención sobre los Derechos de l N iño; etc., 
que garantizan e l de recho a la vida privada) para reclamar reparació n. 
La segunda re fl ex ión se refiere a la transferencia de datos persona-
les intersoc ietaria con empresas jurídicamente v inculadas que actúan en 
e l exterior. Como las disposiciones de la ley 25.326 se aplican só lo a los 
bancos de datos "destinados a dar informes" (art. 1 °), parece posible que 
responsables argentinos de un archivo de datos compartan datos pe rsona-
les con empresas pertenecientes al mismo grupo econó mico - y aun con 
empresas no afiliadas- radicadas en países que no pro porcionan nive les 
adecuados de protecció n, s i e llo no es considerado " proveer informes", 
escapando a las reglas de la ley. Aunque existe la tendencia juri spruden-
cia! a cons iderar que todos los bancos de datos -estén o no destinados a 
proveer informes- deben cumplir con los recaudos de la ley 25.326 78 , 
la expans ión de l acc ionar de las soc iedades multinac iona les , de l que no 
77 Ver supra, IV, l . 
7
" Cf. PALAZZI, Pab lo A .. La transmisión .. , cit. , p. 70. 
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es aj ena la Argentina, quizás habría merec ido una atenc ión espec ífica de l 
legislador 79 • 
La úl tima crítica es la fa lta también de prev isión legis lativa de una nor-
ma de conflicto que indique e l derecho aplicable a la protecc ió n de la int im i-
dad frente a l tratamiento de datos persona les en la ley 25 .326. Efectivamente, 
la ley omite especificar qué derecho rige tanto la existenc ia y contenido del 
derecho a la v ida privada, en e l mejor de los casos cuando e l titula r de los 
datos tiene domic ilio en e l extranje ro, como qué derecho gobierna en todos 
los casos la responsabilidad c iv il por la v iolac ión. Ello deja a l j uri sta - j uez 
o académ ico- un margen demas iado amplio para la interpretac ión. Baste 
recordar que existen argumentos doctrinarios para extraer a los derechos 
de la persona lidad (entre los que se cuenta a l derecho a la intimidad) de l 
ámbito del estatuto persona l y plantea r e l prob lema en e l campo de la res-
ponsabilidad extracontractual 80, y que aún la cuestión de qué ley rige los 
actos il ícitos es materi a disputada en e l derecho inte rnac ional privado ar-
gentino 81. 
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