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5.1 Analisis Structures and Meanings Undang-Undang No.11 Tahun 2008 Tentang 
Informasi dan Transaksi Elektronik
5.1.1 Penyebaran  Informasi  Eletronik  Bermuatan  Penghinaan  dan  Pencemaran
Nama Baik
Berikut  ini  adalah  analisis  structures  and  meanings atas  penyebaran  informasi
eletronik  bermuatan  penghinaan  dan  pencemaran  nama  baik  menurut  pasal  27  ayat  5
Undang-Undang Informasi dan Transaksi Elektronik
Teks  1:  Setiap  Orang  dengan  sengaja  dan  tanpa  hak  mendistribusikan  dan/atau
mentransmisikan  dan/atau  membuat  dapat  diaksesnya  Informasi  Elektronik  dan/atau
Dokumen Elektronik yang memiliki muatan penghinaan dan/atau pencemaran nama baik.
Tabel 5.2
Tabel  Analisis Meanings Penyebaran Informasi Eletronik Bermuatan Penghinaan dan
Pencemaran Nama Baik
Langkah 0. Identifikasi 
Komponen
Langkah 1. Klarifikasi arti 
istilah-istilah
Langkah 2. Identifikasi 
Kesimpulan
Langkah 3. Identifikasi 
asumsi
1.Setiap Orang dengan 
sengaja dan tanpa hak 
mendistribusikan dan/atau 
mentransmisikan dan/atau 
membuat dapat diaksesnya 
Informasi Elektronik 
dan/atau Dokumen 
Elektronik yang memiliki 
muatan penghinaan 




informasi dan dokumen 
elektronik yang bermuatan
penghinaan dan 
pencemaran nama baik 
dari lawan politik
2. Mentransmisikan disini 
adalah mengirimkan 
Asumsi:Pelanggaran dan 
pencemaran nama baik disini
masih dianggap sebagai 
pasal “karet” hal ini 
dikarenakan belum jelasnya 
ukuran dari kedua 
pelanggaran tersebut.
Kesimpulan : Setiap 
pelanggar yang menyebarkan
dan membuatan dokumen 
1
baik.




elektornik yang memiliki 
muatan penghinaan 
dan/atau pencemaran nama 




pesan dari seseorang ke 
orang lain
yang berisi penghinanaan 




Berdasar  analisis  teks  dalam  tabel  2,  maka  di  lakukan  analisis  structures dalam
perbuatan yang dilarang di  dalam melakukan kegiatan di  media  sosial  Menurut  Undang-
Undang Informasi dan Transaksi Elektronik
Tabel .53
Tabel Analisis Structures Penyebaran Informasi Eletronik Bermuatan
Penghinaan dan Pencemaran Nama Baik
Posisi Kebijakan Sanggahan
[Klaim:]Pelanggaran  dalam  hal
mendistribusikandan/atau mentransmisikan
 dan/atau  membuat  dokumen  elektornik
yang memiliki muatan penghinaan dan/atau
pencemaran  nama  baik  dapat  hukuman
sesuai Undang-Undang yang berlaku.
Posisi  pemerintah  disini  adalah  untuk
menjaga  kerukunan  dan  ketentraman
kehidupan  bermasyarakat.  Hal  ini  di
karenakan penyebaran dokumen elektronik
yang  memiliki  muatan  penghinaan  dan
pencemaran nama baik dapat menyebabkan
ketidaknyaman masyarakat.
• Pencemaran nama baik disini bisa
dibilang sebagai pelanggaran yang
tidak jelas dan cendrung bias.
• Tidak  semua  pelanggaran  sesuai
dengan  isi  Undang-Undang  di
hukum  sesuai  dengan  hukuman
yang berlaku
Dukungan (data)
1.Pasal 310 Kitab Undang-Undang Hukum 
Pidana Pasal 310 yang berbunyi:
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(1) Barang siapa sengaja menyerang 
kehormatan atau nama baik seseorang 
dengan menuduhkan sesuatu hal, yang 
maksudnya terang supaya hal itu diketahui 
umum, diancam karena pencemaran dengan
pidana penjara paling lama sembilan bulan 
atau pidana denda paling banyak empat 
ribu lima ratus rupiah. 
(2) Jika hal itu dilakukan dengan tulisan 
atau gambaran yang disiarkan, 
dipertunjukkan atau ditempelkan di muka 
umum, maka diancam karena pencemaran 
tertulis dengan pidana penjara paling lama 
satu tahun empat bulan atau pidana denda 
paling banyak empat ribu lima ratus rupiah.
(3) Tidak merupakan pencemaran atau 
pencemaran tertulis, jika perbuatan jelas 
dilakukan demi kepentingan umum atau 
karena terpaksa untuk membela diri.
Sumber: diolah peneliti,2017
Klaim  I:  Pelanggaran  di  dalam  hal  mendistribusikan  dan/atau  mentransmisikan
dan/atau  membuat  dokumen  elektornik  yang  memiliki  muatan  penghinaan  dan/atau
pencemaran nama baik dapat hukuman sesuai Undang-Undang yang berlaku.
Klaim  II: Pelanggaran  dalam  hal  mendistribusikan  dan/atau  mentransmisikan
dan/atau  membuat  dokumen  elektornik  yang  memiliki  muatan  penghinaan  dan/atau
pencemaran nama baik tidak dapat mendapatkan hukuman yang sesuai. Apalagi mengingat
dalam muatan penghinaan dan pencemaran nama baik masih cendrung belum jelas.
Pelanggaran  di  dalam  hal  mendistribusikan  dan/atau  mentransmisikan  dan/atau
membuat dokumen elektornik yang memiliki muatan penghinaan dan/atau pencemaran nama
baik  bisa  di  bilang  masih  sangat  bias.  Mengingat  kadar  sebuah  penghinaan  maupun
pencemaran baik  tidak  dapat  di  ukur  secara  jelas.  Hal  tersebut  jelas  dapat  menimbulkan
ketidaknyamanan di dalam kegiatan ber media sosial. 
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Apalagi hal tersebut bisa juga di kendarai oleh banyak aspek di dalam kehidupan
bersosial. Salah satunya adalah aspek politik yang bisa masuk dengan mudah di dalam pasal
pelanggaran ini. Karena tidak jelasnya sebuah penghinaan maupuan pencemaran nama baik.
Apalagi setiap individu-individu yang ada tidak memiliki batasan yang sama di dalam hal
penghinaan maupun pencemaran nama baik di media sosial, yang cendrung lebih bebas dan
maya
5.1.2 Menyebarkan  Berita  Bohong  dan  Menyebarkan  Informasi  yang  Ditujukan
untuk  Menimbulkan  Rasa  Kebencian  atau  Permusuhan  Individu  dan
Kelompok Masyarakat tertentu berdasarkan SARA
Berikut ini adalah analisis structures and meanings atas Menyebarkan Berita Bohong
dan  Menyebarkan  Informasi  yang  Ditujukan  untuk  Menimbulkan  Rasa  Kebencian  atau
Permusuhan Individu dan Kelompok Masyarakat tertentu berdasarkan SARA menurut pasal
28 ayat 1 dan 2
Teks 1: Setiap Orang dengan sengaja dan tanpa hak menyebarkan berita bohong dan
menyesatkan yang mengakibatkan kerugian konsumen dalam Transaksi Elektronik.
Teks 2: Setiap Orang dengan sengaja dan tanpa hak menyebarkan informasi yang
ditujukan untuk menimbulkan rasa kebencian atau permusuhan individu dan/atau kelompok
masyarakat tertentu berdasarkan atas suku, agama, ras, dan antargolongan (SARA).
Tabel 5.4
Tabel Analisis Meanings Menyebarkan Berita Bohong dan Menyebarkan Informasi 
yang Ditujukan untuk Menimbulkan Rasa Kebencian atau Permusuhan Individu dan 
Kelompok Masyarakat tertentu berdasarkan SARA
Langkah 0. Identifikasi 
Komponen
Langkah 1. Klarifikasi arti 
istilah-istilah
Langkah 2. Identifikasi 
Kesimpulan




Bohong dan Menyebarkan 
Informasi yang Ditujukan 
untuk Menimbulkan Rasa 
Kebencian atau 
Permusuhan Individu dan 
Kelompok Masyarakat 
tertentu berdasarkan SARA
2. Penyerbaran berita 




Hoax disini adalah 
pemberitaan palsu, bisa 
juga di bilang pemberitaan 
yang tidak memiliki dasar-
dasar yang kuat 
pembuktiannya
Kesimpulan:Bahwa
penyebaran  berita  bohong
maupun  berita  yang
memacu kericuhan di dalam
kehidupan antara kelompok
yang  berdasarkan  SARA
(suku,agama,ras,adat)
adalah  pelanggaran  di
dalam bermedia sosial.
.Sumber: diolah peneliti 2017
Berdasarkan analisis teks dalam tabel 4, maka di lakukan analisis  structures dalam
menyebarkan berita bohong dan menyebarkan informasi yang ditujukan untuk menimbulkan
rasa  kebencian atau permusuhan individu  dan  kelompok masyarakat  tertentu  berdasarkan
SARA. Sesuai dengan Undang-Undang Informasi dan Transaksi Elektronik pasal 28 
Tabel 5.5
Tabel  Analisis  Structures  Menyebarkan Berita Bohong dan Menyebarkan Informasi
yang Ditujukan untuk Menimbulkan Rasa Kebencian atau Permusuhan Individu dan
Kelompok Masyarakat tertentu berdasarkan SARA.
Posisi Kebijakan Sanggahan
[Klaim:]  Penyebaran  berita  bohong  dan
informasi  yang  ditujukan  kepada  suatu
golongan  yang  berdasarkan  SARA yang
memacu  kericuhan  adalah  pelanggaran  di
dalam bermedia sosial.
-Posisi  pemerintah  disini  adalah  untuk
mencegah perpecahan di  negara  kita.  Hal
ini  di  karenakan  banyaknya  adat  istiadat
maupun agama yang ada di Indonesia. Oleh
karena itu pemerintah mengeluarkan pasal
ini  dengan  harapan  tidak  terjadinya
perpecahan  di  Indonesia  yang  di
latarbelakangi  oleh  penyebaran  berita
1.Penyebaran berita bohong dan informasi
yang  ditujukan  kepada  suatu  golongan
yang  berdasarkan  SARA  yang  memacu
kericuhan  masih  memiliki  kelemahan.
Yaitu  di  dalam  kadar  penghinaan  itu
sendiri.  Yang  terjadi  disini  hampir  sama
dengan apa yang terjadi dipasal 27 ayat 2
yang berisi tentang pencemaran nama baik.
Karena  kadar  dari  berita  yang  memacu
kericuhan yang berdasarkan SARA masih
bisa di perdebatkan.
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bohong yang berdasarkan SARA
Dukungan(data)
Pasal 45 ayat 2 Undang-Undang Informasi
dan Transaksi Elektronik yang berbunyi:
Setiap  Orang  yang  memenuhi  unsur
sebagaimana  dimaksud  dalam   Pasal  28
ayat  (1)  atau  ayat  (2)  dipidana  dengan
pidana penjara paling lama 6 (enam) tahun
dan/atau  denda  paling  banyak
Rp1.000.000.000,00 (satu miliar rupiah). 
Sumber: diolah peneliti,2017
Penyebaran berita bohong maupaun informasi yang ditujukan kepada suatu golongan
yang berdasarkan SARA dan memicu kerusuhan memang perlu dan penting di jelaskan di
dalam Undang-Undang Informasi  dan Transaksi  Elektronik.  Hal  ini  di  karenakan banyak
masyarakat  yang menggunakan hal  tersebut  untuk meraih keuntungan bagi  kelompoknya.
Dalam hal politik juga hal tersebut sedang marak di gunakan di dalam melakukan kampanye
politik. 
Hal  ini  tentu  saja  sangat  mengecewakan  dikarenakan  di  dalam  usaha  merebut
kekuasaan, hal tersebut justru dipilih karena dianggap sebagai hal  yang mudah dan dapat
memberikan hasil yang maksimal.  Karena SARA sendiri di Indonesia saat ini masih menjadi
hal  yang  sangat  sensitif,  masyarakat  masih  rela  berjuang  mati-matian  untuk  membela
suku,adat,ras, dan agama mereka sendiri. 
Namun tentu saja pasal ini masih memiliki kekuranganya. Yang terjadi disini hampir
sama dengan apa yang terjadi dipasal 27 ayat 2 yang berisi tentang pencemaran nama baik.
Karena kadar dari  berita yang memacu kericuhan yang berdasarkan SARA masih bisa di
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perdebatkan. Karena dalam hal ini politik bisa masuk di dalamnya dan memanfaatkan dasar
SARA yang ada di pasal ini dan malah mengambil keuntungan di dalamnya.
5.1.3 Mengakses Komputer dan Sistem Elektroik Orang Lain dengan Cara Apapun
untuk Kepentingan Kelompok
Berikut ini adalah analisis  structures and meanings atas mengakses komputer dan
sistem elektronik dengan cara apapun untuk kepentingan kelompok menurut pasal 28 ayat 1
Undang-Undang Informasi dan Transaksi Elektronik
Teks  1:  Setiap  Orang  dengan  sengaja  dan  tanpa  hak  atau  melawan  hukum  mengakses
Komputer dan/atau Sistem Elektronik dengan cara apa pun dengan tujuan untuk memperoleh
Informasi Elektronik dan/atau Dokumen Elektronik.
Tabel 5.6
Tabel Analisis Meanings Mengakses Komputer dan Sistem Elektroik Orang
Lain dengan Cara Apapun untuk Kepentingan Kelompok
Langkah 0 Identifikasi 
Komponen
Langkah  1  Klarifikasi  arti
Istilah-Istilah
Langkah  2  Identifikasi
Kesimpulan
Langkah  3  Identifikasi
asumsi
1.Setiap Orang dengan 
sengaja dan tanpa hak atau 
melawan hukum mengakses
Komputer dan/atau Sistem 
Elektronik dengan cara apa 





dokumen elektronik disini 
bisa data pribadi dari lawan 
politik, data kampanye, 
hingga keuangan dari lawan
politik
Mengakses  komputer  bisa
dilakukan dengan cara  hack
dengan  menggunakan  jasa
hacker untuk  kepentingan
suatu  calon  untuk  di
gunakan  di  dalam kegiatan
berkampanye
Kesimpulan;  Setiap  orang
yang  dengan  sengaja  dan
tanpa  hak  atau  melawan
hukum  mengakses
komputer  dan/atau  system
elektronik  dengan  cara
apapun  untuk  memperoleh




Berdasarkan  data  yang  ada  di  tabel  5  maka  dilakukan  analisis  structures dalam
pengambilan data elektronik secara illegal  untuk kepentingan salah satu pihak
Tabel 5.7
Tabel Analisis Structures Mengakses Komputer dan Sistem Elektroik Orang
Lain dengan Cara Apapun untuk Kepentingan Kelompok
Posisi Kebijakan Sanggahan
[Klaim:] Mengakses Komputer dan/atau 
Sistem Elektronik dengan cara apa pun 
dengan tujuan untuk memperoleh Informasi 
Elektronik dan/atau Dokumen Elektronik.
-Posisi Pemerintah disini adalah untuk 
mencegahya penyebaran berita yang bersifat
pribadi ke masyarakat luas. Di karenakan 
dengan mengakses komputer seseorang 
dengan cara apapun dapat membuka 
kepribadian seseorang
Namun dalam hal ini jika melihat kedalam
ke sisi elektronik disini masih sangat luas
dan  masih  belum  jelas.  Hal  ini
dikarenakan kurangnya pengawasan di sisi
ini.
Dukungan (Data)
Undang-Undang  Informasi  dan  Transaksi
Elektronik pasal 45 ayat 2 yang berbunyi: 
a.Setiap  Orang  yang  memenuhi  unsur
sebagaimana dimaksud dalam Pasal 28 ayat
(1)  atau  ayat  (2)  dipidana  dengan  pidana
penjara paling lama 6 (enam) tahun dan/atau
denda  paling  banyak  Rp1.000.000.000,00
(satu miliar rupiah). 
Sumber: diolah peneliti,2017
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Klaim  III:  Mengakses Komputer dan/atau Sistem Elektronik dengan cara apa pun
dengan tujuan untuk memperoleh Informasi Elektronik dan/atau Dokumen Elektronik
Klaim IV: Mengakses komputer dan/atau sistem Eletronik disini masih sangat sulit di
awasi memngingat  dunia internet yang sangat luas dan bebas.  Walaupun sudah di  atur di
dalam Undang-Undang Informasi dan Transaksi Elektronik.
Mengakses Komputer dan/atau Sistem Elektronik dengan cara apa pun dengan tujuan
untuk memperoleh Informasi Elektronik dan/atau Dokumen Elektronik disini mungkin bisa
kita samakan dengan mencuri. Namun dalam hal ini yang memberatkan disini adalah dengan
barang bukti yang tidak nyata. Karena yang di maksud disini adalah informasi elektronik
maupun dokumen elektronik. 
Yang kita ketahui di dalam dunia internet sendiri, sebuah informasi dapat keluar dan
masuk dengan cepat dan dapat di akses dengan sangat mudah juga. Oleh karena ini di dalam
hal ini seharusnya lebih di tekankan pengawasan di dalamnya. Mengingat dunia elektronik
yang maya dan bisa siapa saja meraihnya. Apalagi saat ini banyak jasa peretas handal  yang
dapat  dengan mudah masuk ke dalam computer  maupun system eletronik seseorang,  dan
menyebarkannya dengan cepat.
5.1.4 Intersepsi atau Penyadapan Terhadap Sistem Elektronik Orang lain
Berikut ini adalah analisis  structures and meanings atas intersepsi atau penyadapan
terhadap sistem elektronik orang lain menurut pasal 31 ayat 1 Undang-Undang Informasi dan
Transaksi Elektronik
Teks 1: Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum melakukan
intersepsi atau penyadapan atas Informasi Elektronik dan/atau Dokumen Elektronik dalam
suatu Komputer dan/atau Sistem Elektronik tertentu milik Orang lain.
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Tabel 5.8
Tabel  Analisis Meanings Intersepsi atau Penyadapan Terhadap Sistem Elektronik
Orang lain
Langkah 0. Identifikasi 
Komponen
Langkah 1. Identifikasi 
Istilah
Langkah 2. Identifikasi 
Kesimpulan
Langkah 3. Identifikasi 
asumsi
1.Setiap Orang dengan 
sengaja dan tanpa hak atau 
melawan hukum 
melakukan intersepsi atau 
penyadapan atas Informasi 
Elektronik dan/atau 
Dokumen Elektronik dalam
suatu Komputer dan/atau 
Sistem Elektronik tertentu 
milik Orang lain.
2.Intersepsi dan/atau 
penyadapan disini di atur 





telepon dan Internet oleh 
pihak ketiga, seringkali 




intersepsi atas transmisi 
Informasi Elektronik 
dan/atau Dokumen 
Elektronik yang tidak 
bersifat publik dari, ke, dan 
di dalam suatu Komputer 
dan/atau Sistem Elektronik 
tertentu milik Orang lain, 
baik yang tidak 
menyebabkan perubahan 






Elektronik yang sedang 
ditransmisikan
Melakukan intersepsi atau 
penyadapan atas transmisi 
informasi eletronik yang 
tidak bersifat publik dapat 
dijerat sesuai dengan UU 
ITE. Kecuali yang 
dilakukan oleh kepolisian
Sumber: diolah peneliti,2016
Berdasarkan  data  yang  ada  di  tabel  8,  maka  dilakukan analisis  structures dalam
pengambilan data elektronik secara illegal  untuk kepentingan salah satu pihak
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Tabel 5.9
Tabel Analisis Structures Intersepsi atau Penyadapan Terhadap Sistem
Elektronik Orang lain
Poisisi Kebijakan Sanggahan
[Klaim:]  Melakukan intersepsi atau 
penyadapan atas Informasi Elektronik 
dan/atau Dokumen Elektronik dalam suatu 
Komputer dan/atau Sistem Elektronik 
tertentu milik Orang lain.
-Posisi pemerintah disiniadalah untuk 
mencegahnya ketidaknyaman masyarakat 
dalam kehidupan sehari-hari. Penyadapan di
anggap melanggar hak masyarakat di dalam 
memiliki privasi di kehidupannya. Oleh 
karena itu pemerintah menerbitkan pasal ini,
agar penyadapan sendiri tidak di lakukan 
secara bebas
Intersepsi atau penyadapan bersifat 
rahasia, oleh karena itu masih sangat sulit 
di dalam melacaknya
Dukungan (data):
a.Undang-Undang Telekomunikasi pasal 40 
yang berbunyi: Setiap orang dilarang 
melakukan kegiatan penyadapan atas 
informasi yang disalurkan melalui jaringan 
telekomunikasi dalam bentuk apapun. 
b.Undang-Undang Informasi dan Transaksi 
Elektronik pasal 47 ayat 1 yang berbunyi: 
a.Setiap Orang yang memenuhi unsur 
sebagaimana dimaksud dalam Pasal 31 ayat 
(1) atau ayat (2) dipidana dengan pidana  
penjara paling lama 10 (sepuluh) tahun 
dan/atau denda paling banyak 
Rp800.000.000,00 (delapan ratus juta 
rupiah).
Sumber:diolah peneliti, 2017
Klaim V:  Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
melakukan intersepsi atau penyadapan atas Informasi Elektronik dan/atau Dokumen 
Elektronik dalam suatu Komputer dan/atau Sistem Elektronik tertentu milik Orang lain
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Klaim II: Intersepsi disini tentu saja menjadi hal yang sangat rahasia dan sulit untuk
di  deteksi.  Oleh  karena  itu  harus  lebih  di  perjelas  bagaimana  cara  mencegah  maupun
mengetahui  apakah penyadapan sedang terjadi atau tidak
Intersepsi  atau  penyadapan  memang  menjadi  salah  satu  masalah  besar  di  dalam
kegiatan eletronik. Intersepsi sendiri seperti yang kita ketahui bersifat sangat rahasia. Oleh
karena itu akan sangat sulit untuk di deteksi. Oleh karena itu harusnya disini lebih di perjelas
cara dan bagaimana menanggulangi intersepsi itu sendiri, agar dapat di cegah dan dilakukan
tindakan yang jelas agar dapat  memberikan hukuman yang sesuai  dengan undang-undang
yang berlaku. 
Selain itu informasi yang di dapat dari intersepsi sendiri bisa sangat luas dan bisa
membahayakan  privasi  seseorang.  Jadi  bukan  hanya  hal-hal  penting  yang  dapat
dipublikasikan melalui penyadapan. Namun hal yang tidak penting yang tidak mencakup dari
data yang di butuhkan pun bisa masuk melalui penyadapan ini. Tentu saja hal tersebut bisa
menjadi  ancaman  bukan  hanya  kepada  orang  yang  di  sadap.  Namun  terhadap  keluarga
maupun orang-orang terdekat dari korban penyadapan tersebut.
5.2 Potensi Undang-Undang No. 11 Tahun 2008 Tentang Informasi dan Transaksi 
Elektronik sebagai Upaya Pemerintah Dalam Penerapan Etika Politik di Media 
Sosial
Undang-Undang No.  11  Tahun 2008 Tentang Informasi  dan Transaksi  Elektronik
dianggap sebagai cara pemerintah di dalam melakukan upaya dalam penerapan etika politik
di  media  sosial.  Sebagai  mana  yang  di  jelaskan  oleh  Pak  Budi  salah  seorang  Pegawai
Kementrian Komunikasi dan Informatika sebagai berikut:
Pada  awal  pembentukannya  Undang-Undang  No  11  Tahun  2008  tentang  Informasi  dan
Transaksi  Eletronik  memang sudah dianggap dapat  membantu  penerapan etika  politik  di
media sosial, namun berkenaan dengan perkembangan dunia media sosial yang sangat pesat.
Undang-Undang pun harus mengalami beberapa perubahan untuk tetap dapat mengakomodir
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etika politik di media sosial yang semakin kedepan akan semakin berkembang. Oleh karena
itu  Kementerian  Komunikasi  dan  Informatika  bekerja  sama  dengan  pemerintahan  terus
melakukan  studi  terhadap  fenomena  tersebut.  Selain  bekerja  sama  dengan  pemerintah,
Kementrian juga berkerja sama dengan pihak media sosial itu sendiri untuk lebih mengetahui
perkembangan saat ini.
Namun saat ini Undang-Undang No.11 Tahun 2008 tentang Informasi dan Transaksi
Eletronik juga memunculkan pro-kontra tentang beberapa pasal yang dianggal pasal “karet”
dan dianggap sangat membatasi masyarakat di dalam melakukan kegiatan di media sosial.
Mengenai masalah ini Pak Budi kembali menjelaskan sebagai berikut
Kalo disebut sebagai pasal “karet” sebetulnya tidak sesuai, hal ini dikarenakan pasal-pasal
tersebut sebetulnya memiliki batasan-batasan yang sudah jelas dan ada di Undang-Undang
juga. Jadi bila di katakana sebagai pasal “karet” itu tidak dapat dibenarkan. Karena sebelum
membuat  sebuah  kebijakan  kita  juga  sudah  berkomunikasi  dengan  pemerintahan  dan
kepolisian sebelum Undang-Undang tersebut dapat di ajukan. Sebetulnya tinggal bagaimana
masyarakat menanggapinya agar lebih berhati-hati di dalam kegiatan bermedia sosial. Karena
kan sebetulnya keinginan kita, pemerintah, dan masyarakat kan sama yaitu ingin kehidupan
bermedia sosial yang baik dan benar. Jadi saya rasa tentang pasal “karet” tersebut seharusnya
bisa di artikan sebagai cara pemerintah di dalam mengatasi permasalahan ini.
Jadi  pemerintah  dalam  hal  ini  Kementrian  Komunikasi  dan  Informatika
menganggap bahwa Undang-Undang No.11 Tahun 2008 Tentang Informasi  dan Transaksi
Elektronik. Sudah baik di dalam penerapanya dalama membantu penerapan etika politik di
media sosial. Dan terus melakukan studi terhadap masalah ini agar kedepannya bisa terus
mengakomodir masalah ini agar tetap berjalannya kehidupan bermedia sosial yang baik dan
benar sesuai dengan etika politik.
5.3  Undang-Undang No.11 Tahun 2008 Tentang Informasi dan Transaksi Elektronik
dan Relevansinya dengan Demokratisasi di Indonesia.
Relevansi  di  antara  Undang-Undang  No.11  Tahun  2008  Tentang  Informasi  dan
Transaksi  Elektronik bisa dibilang sangat  erat.  Indonesia sebagai negara demokrasi  selalu
ingin mengarah ke arah yang lebih demokratis agar dapat menjadi sebuah negara yang lebih
baik ke depannya. Namun tentu saja demokrasi tidak hanya ada di kehidupan dunia nyata, di
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kehidupan  dunia  maya  pun  demokrasi  tetap  di  harapkan  bagi  masyarakat  Indonesia.  Di
karenakan perkembangan zaman saat ini yang menyebabkan kebutuhan dunia maya sangat
besar. Media sosial saat ini sudah menjadi salah satu kebutuhan yang di miliki masyarakat
Indonesia saat ini. Namun di karenakan banyaknya penggunaan media sosial, banyak juga
pelanggaran yang muncul di dalam kegiatan bermedia sosial. 
Oleh karena itu pemerintah menerbitkan Undang-Undang No.11 Tahun 2008 tentang
Informasi  dan Transaksi  Elektronik.  Saat  itu,  latar  belakang dibuatnya undang-undang ini
untuk melindungi masyarakat dalam bertransaksi di dunia internet (e-commerce)1. Namun,
yang kemudian dirasa kental dalam pengimplementasiannya justru menyangkut pencemaran
nama baik,  alih-alih  e-commerce itu sendiri,  sesuatu yang sebetulnya sudah diatur dalam
KUHP2.  
Pasal 27 ayat 3 lah yang selama ini masyarakat anggap sebagai ancaman di dalam
kemajuan berdemokrasi di dunia maya. Pasal yang menyangkut pencemaran nama baik ini
didukung  juga  oleh  pasal  45  Undang-Undang  Informasi  dan  Transaksi  Elektronik  yang
menjelaskan bahwa  setiap orang yang melanggar Pasal 27 Ayat 3 diancam dengan pidana
penjara paling lama enam tahun dan/atau denda paling banyak Rp 1 miliar3. 
Jumlah hukuman yang sangat besar untuk sebuah pasal yang masih bisa di anggap
sebagai pasal ‘karet’ tersebut. Hal ini tentu saja bisa mencederai proses demokratisasi yang
saat ini sedang berjalan di Indonesia. Pasal ini dapat memberi dampak negatif yang sangat
besar bagi perjalanan demokratisasi di Indonesia. Mengingat perkembangan teknologi dan
fungsi dari media sosial yang akan terus berkembang kedepannya. 
1 Kompas.com,”UU ITE, demokrasi, dan Dunia Maya”, diakses dari 
https://nasional.kompas.com/read/2015/08/11/15070051/UU.ITE.Demokrasi.dan.Dunia.Maya  Pada 




Oleh  karena  itu  pemerintah  di  harapkan  dapat  melakukan  revisi  dan  perbaikan
terhadap Undang-Undang No.11 Tahun 2008 tentang Informasi dan Transaksi Elektronik. Hal
ini  dikarenakan  untuk  penerapan  etika  politik  di  media  sosial  kedepannya  akan  terus
berkembangan dan bertambah.
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