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оптимізації програмного коду. Його можна за­
стосувати і в електронному навчанні.
Можливість генерувати код автоматично, 
лише обравши мову – частина автоматизації, що 
дає змогу не витрачати дорогоцінний час і запо­
бігає виникненню помилок. Програмування по­
винно бути творчим процесом, тому механічні 
дії бажано робити автоматизованими, що й за­
безпечує наша розробка. 
На наступному етапі розвитку програмного 
продукту, плануємо додати можливість створю­
вати нові проекти, компонуючи вже наявні 
 патерни. Важливою перспективою дослідження 
є і реалізація завдання оберненого проектуван­
ня: побудови діаграми класів з програмного коду, 
а також виділення на діаграмі класів патернів 
з готової бібліотеки шаблонних рішень. 
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AUTOMATED SYSTEM OF PATTERNS GENERATION
Design patterns facilitate reuse of successful design and architectural decisions. Ability to generate 
code automatically, just choose your language - are part of automation that cannot spend precious time and 
prevents errors by reason of the human factor. The proposed system for automated generation patterns can 
be recommended for use in education for teaching complex thinking design patterns with convenient visual 
interface optimization software. 
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метоДоЛоГіЧні АСпектИ ДоВГотРИВАЛоГо ЗБеРеЖеннЯ 
АРхіВнИх еЛектРоннИх ДокУментіВ
Розглянуто основні проблеми довготривалого збереження архівних електронних документів. 
Проаналізовано недоліки чинної нормативно-методичної бази, що регулює електронний документо-
обіг в Україні, та запропоновано порядок її конкретних змін для забезпечення повного життєвого 
циклу електронних документів. Обґрунтовано необхідність процедур оцінювання відповідності ар-
хівних електронних документів національним стандартам, гармонізованим із міжнародними. За-
пропоновано архітектуру стенду валідації архівних електронних документів, який разом із при-
йняттям формату архівних електронних документів і зміною нормативно-правової бази Державної 
архівної служби України стануть необхідними і достатніми умовами створення інтероперабельної 
системи керування правомірними архівними електронними документами та забезпечать їхнє дов-
готривале (довічне) збереження.
Ключові слова: архівний електронний документ, PDF/A, довгострокове збереження.
Вступ
Однією з передумов розгортання електро­
нного документообігу (ЕДО) як основи електро­
нних бізнесів в Україні є наявність нормативної 
бази архівних електронних документів (АЕД). 
Без гарантії збереження електронних документів 
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протягом періоду від одного року до скону люд­
ства, залежно від інформаційної вартості, не­
можливо побудувати інформаційне суспільствo. 
Для імплементації бізнес-процесів, задіяних 
у всіх відносинах між державою, бізнесом і гро­
мадянами, необхідні достовірні й правомірні 
дані, які у достроковій перспективі має надавати 
Національний архівний фонд України (НАФУ). 
Відповідно до статті 4 Закону України «Про На­
ціональний архівний фонд та архівні установи»: 
«Національний архівний фонд України є складо­
вою частиною вітчизняної й світової культурної 
спадщини та інформаційних ресурсів суспіль­
ства, перебуває під охороною держави й призна­
чений для задоволення інформаційних потреб 
суспільства і держави, реалізації прав та закон­
них інтересів кожної людини» [2]. Функціону­
вання НАФУ регулює Державна архівна служба 
України (Держслужба) як уповноважений орган 
виконавчої влади у сфері архівної справи і діло­
водства.
Мета статті – обґрунтування методики оці­
нювання відповідності АЕД й опис архітектури 
стенду валідації АЕД за умови створення техніч­
ного регламенту Національної системи електро­
нних цифрових підписів (НСЕЦП) [5].
1. основа надання послуг нАфУ
Головною стратегією в забезпеченні Держ­
службою нормативно-методичних принципів 
роботи НАФУ є збереження документних і муль­
тимедійних активів уніфікованим чином, тобто 
всі без винятку одиниці зберігання в НАФУ під­
лягають однаковому порядку архівування. До-
віч не збереження електронної мультимедіа зали­
шається предметом досліджень. Необхідно роз­
глянути створення вимог до АЕД, виходячи з:
1) недостатності нормативно-правової та від­
повідної організаційно-технологічної бази збе­
реження електронних активів;
2) вимог до довічного збереження.
Для цього потрібно визначити формат АЕД 
і регламентувати процедури оцінювання відпо­
відно до розділу IV Закону України «Про стан­
дарти, технічні регламенти та процедури оцінки 
відповідності» [3]. Визначимо три взаємо пов’я-
заних компоненти, які охоплюють більшість 
електронних активів архівного фонду, тобто тих 
електронних ресурсів, які вважаються цінними 
на короткотривалий і довічний термін: 
1) технологічна інфраструктура призначена 
для неперервної підтримки надійної, гнучкої та 
економічно-доцільної технологічної платформи, 
а саме забезпечення НАФУ програмно-апа рат-
ними засобами, які гарантують:
а) цілісність інформації – в світовій практиці 
серед десятків стратегій електронного збережен­
ня немає жодної, яка би відповідала всім типам 
даних, ситуаціям або інституціям і гарантувала 
довічне збереження інформації. Тому питання 
побудови ефективних запам’ятовуючих при­
строїв, які б забезпечували цілісність в устано­
вах НАФУ та обґрунтування її методології, під­
лягає надалі детальному дослідженню;
б) автентичність – за умови довічного збере­
ження, необхідно у будь-який момент підтвер­
джувати легітимність АЕД; 
в) конфіденційність (опціонально) – обме­
ження доступу до АЕД.
2) нормативно-правова база виражається у 
всеосяжній структурі політик, яка забезпечує 
логічне обґрунтування напрямного курсу елек­
тронного збереження та деталізує політики, ме­
тоди і планування процедур архівування; 
3) ресурсна структура здатна охоплювати 
 кадрові, технічні й експлуатаційні витрати, не­
обхідна для забезпечення нормативно-правової 
бази та технологічної інфраструктури.
НАФУ може не об’єднувати всі ці компонен­
ти. Проте як державна інституція, яка (згідно з 
розділом IV Закону України «Про Національний 
архівний фонд та архівні установи» [2]) має на­
давати якісні послуги архівування та довготри­
валого збереження, зокрема АЕД, Держслужба (і 
тільки ця установа) має регламентувати юридич­
ні, організаційні і технологічні норми підтримки 
збереження електронних документів. Для забез­
печення послуг електронного урядування Держ­
службі доцільно змінити нормативно-правову 
базу АЕД для уніфікації електронного докумен­
тообігу і виконання статті 13 Закону України 
«Про електронні документи та електронний до­
кументообіг»: «При зберіганні електронних до­
кументів обов'язкове додержання таких вимог: 
1) інформація, що міститься в електронних доку­
ментах, повинна бути доступною для її подаль­
шого використання; 2) має бути забезпечена мож­
ливість відновлення електронного документа у 
тому форматі, в якому він був створений, відправ­
лений або одержаний; 3) у разі наявності повинна 
зберігатися інформація, яка дає змогу встановити 
походження та призначення електронного доку­
мента, а також дату і час його відправлення чи 
одержання» [1]. Для цього необхідно: 
а) ввести формат АЕД як найменшої струк­
турної одиниці архівних активів;
б) визначити набір і формат метаданих АЕД 
та електронних справ. 
2. технологічна інфраструктура 
довготривалого збереження
Впровадження надійної технологічної інфра­
структури є серйозним викликом: потрібні сут­
тєві кошти, відповідна експертиза, систематич­
ний моніторинг й усталений процес прийняття 
рішень. 
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Державні підприємства здатні самостійно 
зберігати та відтворювати свої документи, на­
приклад, сучасними засобами MS Office, Open 
Office, які нині мають змогу відкривати файли, 
створені більш ранніми версіями цих продук- 
тів – Office 97, а це вже 14 років. Саме тому під­
приємства самостійно застосовують інструмен­
ти для короткотривалого (до 5-ти років) збере­
ження документів. При впровадженні електрон-
ного документообігу електронний цифровий 
підпис є обов’язковим реквізитом електронного 
документу згідно з Законом України «Про елек­
тронні документи та електронний документоо­
біг». Близько 12 % всіх документів державних 
установ підлягатимуть передачі в архівні уста­
нови (рис. 1). Проблемою є довготривале та до­
вічне збереження таких ЕД для НАФУ, а також 
питання валідації електронних цифрових підпи­
сів ЕД для гарантування їх юридичної правомір­
ності будь-коли в майбутньому. 
ня тексту. PDF/A-1a містить всі вимоги 
PDF/A-1b і додаткові вимоги щодо структури 
документа, тобто він надає повну відповідність 
стандарту ISO 19005-1:2005. Позаяк PDF/A-1 за­
сновано на Adobe 1.4 PDF, а не на ISO 32000-
1[6], він не повністю підтримує всі властивості 
цього стандарту, доступні для електронних циф­
рових підписів. Оскільки такі властивості не за­
боронено, то немає перешкод для відповідної 
програми записування PDF/A-1 закладати ці роз­
ширені властивості в файл.
 У 2011 р. очікується стандарт із вдосконале­
ного формату PDF/A-2 (ISO 19005-2), який буде 
засновано на ISO 32000-1 і підтримуватиме 
ETSI TS 102 778 [7]. Стандарт ETSI TS 102 778 
визначає серію профілів, що описують викорис­
тання цифрових підписів у PDF для забезпечен­
ня структури розширених електронних підписів 
для підписування електронних PDF-документів. 
З повною підтримкою електронних підписів із 
розширеними властивостями відповідно до час­
тини 4 [7] формат PDF/A-2 стане форматом фай­
лів для надійного довгострокового архівування, 
підписаного в електронній формі й заснованого 
на PDF електронного контенту. Зазначену схему 
взаємозв’язку стандартів PDF і PDF/A ілюструє 
рис. 2.
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Рис. 1. Співвідношення ЕД, що підлягають 
збереженню на держпідприємствах і в 
НАФУ 
Кожні 15–18 місяців відбувається технологіч­
на зміна програмно-апаратного забезпечення. 
Оскільки АЕД мають зберігатися принаймні 100 
років, завдяки сучасним темпам розвитку ІТ ми 
мали б 66 різних архітектур, необхідних для ви­
конання технологічних вимог архівного збере­
ження. Через це формат АЕД має відповідати 
принципам відкритої системи і бути незалежним 
від програмно-апаратних засобів відтворення 
(властивість самодостатності). Із наявних за­
стандартизованих форматів ЕД (OpenxML, ODF, 
PDF), тільки PDF відповідає зазначеним власти­
востям.
Майбутнє має бачити архівні документи та­
кими, якими бачив їх автор. Основними власти­
востями PDF є мобільність, крос-платформеність 
і наявність електронного підпису для цілісності 
та перевірки достовірності документів, а також 
для зберігання контенту, що містить текст, зоб-
раження, векторні й растрові дані. Стандарт 
PDF/A ISO 19005-1:2005 [8] спеціально розро­
блено для довготривалого збереження. Він опи­
сує оптимізований під довготривале збереження 
документів формат PDF/A-1. Своєю чергою, 
PDF/A-1 має два рівні відповідності: PDF/A-1a 
і PDF/A-1b. Рівень PDF/A-1b надає мінімальну 
відповідність, забезпечуючи коректне відтворен­
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Рис. 2. Стандартизація PDF і PDF/a 
 
3. нормативно-правова база  
Держслужби
Розв’язанням проблеми законодавчої бази 
для Держслужби, з огляду на детальне обґрунту­
вання переваг PDF/A [8], є напрацювання вимог 
(нормативних положень НАФУ) стосовно архі­
вування ЕД (див. рис. 3). Регламентування PDF/A 
нормативною базою Держслужби виконає вимо­
гу регламентування формату АЕД. Електронний 
документ, який підлягає архівуванню необхідно 
створювати в PDF/A сумісному форматі [8] (на­
приклад, сучасними засобами MS Word є мож-
ливість збереження у форматі PDF, сумісному 
з PDF/A).
а
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Використання світового досвіду електронно­
го збереження – раціональний підхід до розбудо­
ви нормативно-правої і організаційно-техно-
логічної складової Держкомархіву. Електронні 
дані перебувають у групі ризику через моральне 
старіння та легке фізичне пошкодження апарат­
ного забезпечення. Згідно з п. 4.3.7 «Порядку 
зберігання електронних документів в архівних 
установах», у всіх архівних установах «електро­
нні документи приймаються разом з програмним 
забезпеченням, що дозволяє відтворити інфор­
мацію» [4]. У такий спосіб втілено норму статті 
13 Закону України «Про електронний документ 
та електронний документообіг», а саме: «Має 
бути забезпечена можливість відновлення елек­
тронного документа у тому форматі, в якому він 
був створений, відправлений або одержаний» 
[1]. Хоча такий варіант архівування ЕД має на 
меті відтворення інформації в майбутньому, але 
існує безліч нюансів, які стосуються інсталяції 
програмного забезпечення в середовищі опера­
ційних систем, створених пізніше за використо­
вувані програмні продукти. Тобто зберігати не­
обхідно не тільки документ і програмне забез­
печення, а й персональний комп’ютер (деякі 
операційні системи й програмні продукти розра­
ховано лише на конкретне апаратне забезпечен­
ня) разом з відповідною операційною системою. 
Фактично такий підхід «консервує» електронні 
документи без гарантії їх майбутнього відтво­
рення й юридичної правомочності, тому є не-
ефективним з огляду на сучасні світові тенден­
ції. Завдяки прийняттю формату PDF/A зникає 
потреба зберігати разом із переданими докумен­
тами апаратне й програмне забезпечення, здатне 
їх відтворити.
Доцільним є розроблення національних стан­
дартів (ДСТУ), гармонізованих із міжнародними 
та регламентуючих формат АЕД, а також затвер­
дження методології щодо процедур архівування. 
Однак лише за умови інтероперабельності 
НСЕЦП можна переходити до створення мето­
дології й інструментарію, що забезпечує життє­
вий цикл ЕД. Затвердження технічних регламен­
тів електронного цифрового підпису й електрон-
ного документообігу є також критично необхід­
ним з огляду на відсутність нормативно-мето-
дичного обґрунтування процесів цієї сфери. 
Підходи «шматково-неперевного» регулювання, 
нині задіяні у НСЕЦП для сфери ЕДО, призве­
дуть до нездатності впроваджених норм і правил 
розв’язувати нагальні питання електронних біз­
несів. Доцільно, щоб стандартизація і процеду­
ри оцінювання відповідності стали основою 
стратегії Держслужби [2]. 
4. Схема стенду архівних  
електронних документів
НАФУ має гарантувати якість своїх архівних 
послуг. PDF/A разом із нормативно-правовою 
базою НАФУ стають повноцінною архівною 
системою, адже вони гарантують довготривале 
збереження, застосовуючи норми і процедури 
НАФУ до надійних джерел даних, тестування й 
управління якістю. Технологічно підтримувати 
якість послуг архівного збереження електронних 
документів, які надходять в архівні установи, 
має стенд валідації АЕД. Досвід функціонуван­
ня НСЕЦП, доводить неможливість норматив­
ною базою досягти виконання всіх вимог, оскіль­
ки немає інструментів і методик оцінювання від­
повідності конкретної реалізації нормативним 
документам [3].
Стенд валідації архівних електронних доку­
ментів засновано на «Порядку зберігання елек­
тронних документів в архівних установах» [4], у 
якому передача електронних справ у НАФУ пе­
редбачає етапи, відображені на рис. 4. 
Загальну схему довготривалого збереження 
електронних документів в установах НАФУ на­
ведено на рис. 5. Із програмістської точки зору 
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та щодо вимог, запропонованих у [6], розглядає­
мо поки що самостійний документ, а не електро­
ну справу (рис. 6).
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Стенд ґрунтується на трьох принципах: 
1) відкритість – вільний доступ до початко­
вих кодів, 
2) доступність – означає можливість будь-
якому суб’єкту, який має ЕЦП, створений в рам­
ках НСЕЦП, в будь-який момент часу скориста­
тися послугою он-лайн тестування своїх доку­
ментів з web-сайту НАФУ;
3) однозначність – після процедури тестуван­
ня конкретного документу суб’єкт отримує до­
стовірний і правомочний електронний документ, 
який гарантує результат верифікації і є неспрос­
товним доведенням для НАФУ можливості чи 
неможливості прийняття й довічного збережен­
ня цього документу. Зазначимо, що найдоцільні­
ше задовольнити принципи відкритості, доступ­
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ності й однозначності стенду, написавши фор­
мальні процедури автоматичного перетворення 
чинних специфікацій PDF/A в набори програм, 
які здійснюють тестування і верифікацію АЕД. 
Для валідації АЕД щодо вимог нормативно-
правової бази необхідно верифікувати три скла­
дові: атрибути, структуру контенту й ЕЦП. Стенд 
АЕД верифікує структуру контенту документа 
на наявність відповідних атрибутів і їх корек­
тність згідно з пп. 5.2 і 6 стандарту PDF/A [8], а 
також структуру формату ЕЦП документа на від­
повідність ETSI TS 102 778-4 [7]. Зазначимо, 
складова ЕЦП проходить валідацію на тестово­
му стенді, розробленому для підтримки Техніч­
ного регламенту НСЕЦП [5]. Архітектуру при­
кладної імплементації тестового стенду відобра­
жено на рис. 7. 
Висновки 
У статті розглянуто особливості довготрива­
лого збереження архівних електронних доку­
ментів. Аргументовано застосування єдиного 
формату АЕД PDF/A для побудови надійної і 
економічно вигідної технологічної бази елек-
трон ного збереження.
Доведено, що технологічну підтримку якості 
послуг НАФУ має гарантувати стенд АЕД, по­
будований за принципами: відкритості, доступ­
ності й однозначності. Для гарантування якості 
послуг збереження АЕД необхідно змінити чин­
ні нормативні документи НАФУ, для реалізації 
принципів застосування стандартів і процедур 
оцінювання відповідності. 
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Вступ
Швидке і невпинне зростання обсягу знань, 
яким володіє людське суспільство, вдосконален­
ня технологічних та соціальних процесів зумов­
лює потребу звернути увагу на проблеми освіти. 
Нове інформаційне суспільство вимагає від фа­
хівців нових умінь та знань. Україна задеклару­
вала свій намір увійти в Європейський освітній 
простір у травні 2005 року, приєднавшись до Бо­
лонського процесу. Зміст та суть принципів Бо­
лонського процесу, а також проблеми їх впрова­
дження у вищих навчальних закладах викладені 
в праці [7]. Наразі наша держава зобов’язана до­
класти всіх зусиль для приведення національної 
системи освіти до світових стандартів. Це зу­
мовлює активне використання новітніх інформа­
ційних систем у навчальному процесі для підго­
товки конкурентоздатних спеціалістів. 
Застосування сучасних інформаційних тех­
нологій (ІТ) у навчальному процесі вищого на­
вчального закладу потребує змін у методиці ви­
кладання дисциплін та оцінювання знань сту­
дента. Робиться акцент на розвиток умінь 
аналізування, зіставлення, оцінювання виявлен­
ня зв’язків, планування, групової взаємодії з ви­
користанням ІТ. Використання нових технологій 
під час проведення занять дає можливість забез­
печити студентів електронними навчальними 
посібниками для самостійного опрацювання, 
 завданнями для самостійного виконання та пе­
ревірки знань тощо. Збільшення часу самостій­
ної роботи студента відповідає вимогам Болон­
ського процесу.
Динамічний розвиток ІТ вносить зміни в ме­
тодики навчального процесу. Завдання цього до­
слідження: описати моделі, за якими викорис­
тання ІТ в освітній галузі для певних цілей та 
форм навчання є ефективним. 
Поняття навчального середовища в сучасній 
педагогічній науці також набуло нового статусу 
у зв’язку з ІТ і новими засобами обміну інформа­
цією. Деякі дослідники виводять його з концеп­
ції отримання знань у навчанні, розробленої в 
рамках конструктивістської когнітології. Згідно 
з цим поглядом, навчання є активним процесом, 
направленим на здобування та конструювання 
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