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Na izjemen pomen varstva osebnih podatkov kaže že določba 38. člena Ustave RS, ki ta institut 
obravnava v okviru poglavja o človekovih pravicah in temeljnih svoboščinah. Izpeljavo ustavne 
določbe na zakonodajni ravni predstavlja ureditev v ZVOP-1, ki je splošni predpis s področja 
varstva osebnih podatkov in 48. člen ZDR-1, ki varstvo delavčevih osebnih podatkov določa 
kot eno izmed obveznosti delodajalca. V dobi bliskovitega razvoja informacijskih tehnologij, 
ki delodajalcu omogočajo nove načine pridobivanja podatkov in informacij o delavcu, postaja 
zagotavljanje ravnovesja med interesi subjektov delovnega razmerja vse bolj kompleksno. 
Delodajalčeva pravica do lastnine in iz nje izhajajoča upravičenja prihajajo v kolizijo z 
delavčevo pravico do utemeljenega pričakovanja zasebnosti tudi na delovnem mestu. Namen 
pravne ureditve ni, niti to praktično ni mogoče, da vnaprej zakonsko predvidi in uredi vse 
življenjske situacije, temveč da z abstraktno oblikovanimi normami omogoča visok nivo 
varstva pravic, ki naj urejanje bodočih primerov omogoča tudi z uporabo metode analognega 
sklepanja. Odločbe Informacijskega pooblaščenca, ki kot nadzorni organ za varstvo osebnih 
podatkov nadzira spoštovanje določb ZVOP-1 in stališča sodne prakse so zato za nadaljnji 
razvoj in ustrezno prilagoditev zakonodaje na področju zagotavljanja učinkovitega varstva 
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Provision of Article 38 of the Constitution of the Republic of Slovenia which is installed in 
chapter on human rights and fundamental freedoms is of particular importance for the 
protection of personal data. Implementation of the abovementioned constitutional provision at 
the legislative level is integrated in Personal Data Protection Act, which is a general act in the 
field of protection of personal data, and in Article 48 of the Employment Relationship Act, in 
which protection of workers’ personal data is defined as one of employer’s obligations. In the 
era of swift development of information technologies, which enable the employer new 
innovative ways of obtaining information and data about the worker, ensuring balance between 
the subjects of the employment relationship becomes increasingly complex. Employer's right 
to property and the resulting entitlements collide with the worker's right of reasonable 
expectation of privacy in the workplace. It is practically impossible for a law to foresee and 
regulate all life situations in advance, therefore it is prudent to enable a high level of protection 
of rights by abstractly designed norms, which enable the regulation of future cases also by using 
the analogue reasoning method. Decisions of the Information Commissioner, who acts as a 
supervisory authority regarding protection of personal data and supervises compliance with 
provisions of Personal Data Protection Act, and case-law, are therefore of paramount 
importance for the further development and corresponding adaptation of legislation to ensure 
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1. UVOD  
 
Področje varstva osebnih podatkov je pomemben spremljevalec posameznikov, toliko bolj 
tistih, ki so vključeni v organiziran delovni proces pri delodajalcu na podlagi sklenjene pogodbe 
o zaposlitvi. Slednji lahko iz upravičenih razlogov, ki morajo temeljiti na zakonski pravni 
podlagi, privolitvi delavca ali biti povezani z izpolnjevanjem delovnih obveznosti uvede npr. 
videonadzor delovnih prostorov, biometrijske ukrepe oziroma pridobiva druge (osebne) 
podatke o delavcu. Delavci so na ta način podvrženi režimu urejanja s strani nadrejenega, pri 
čemer jim zakonodaja zagotavlja spoštovanje določenih temeljnih pravic, katere mora pri 
odrejanju ukrepov (posegov v informacijsko samoodločbo delavca) z internimi akti spoštovati 
tudi delodajalec. Delovno razmerje je zaradi neenakosti moči subjektov razmerja z vidika 
urejanja in zagotavljanja varstva osebnih podatkov delavca posebej občutljivo. Eno izmed 
temeljnih načel ZVOP-1 je načelo sorazmernosti. Generalno gledano, mora delodajalec v 
vsakem konkretnem primeru presoditi, ali bi bilo mogoče tudi z blažjim ukrepom doseči cilj, 
ki ga zasleduje.  
 
Za obravnavano tematiko sem se odločila, ker predstavlja zaradi naprednega razvoja sodobnih 
tehnologij zakonodajne in praktične izzive in zato »živ organizem«. Namen magistrskega dela 
je bil na podlagi študija literature, virov, analize domače in tuje sodne prakse ter mnenj in 
odločb Informacijskega pooblaščenca predstaviti, analizirati in ovrednotiti obstoječo ureditev 
varstva osebnih podatkov delavca. V ta namen je v nadaljevanju predstavljena aktualna 
ureditev, pomen sodnih odločb, vloga Informacijskega pooblaščenca, dopustnost obdelave 
različnih vrst osebnih podatkov, predlogi za prihodnjo ureditev in na koncu sklepne ugotovitve.  
 
2. HIPOTEZE  
 
Pred pričetkom pisanje magistrskega dela sem za namen raziskovanja problematike, po kratkem 
pregledu literature, postavila naslednji hipotezi: 
1. Obstoječa zakonodaja je v določeni meri pomanjkljiva, saj npr. ne ureja nadzora 
uporabe informacijskih tehnologij na delovnem mestu, s pomočjo katerih se delodajalec 
lahko na relativno enostaven (tudi prikrti) način seznani z osebnimi podatki delavca, ki 
jih slednji hrani npr. na službenem računalniku;  
2. Sodna praksa sodišč in mnenja, priporočila ter odločbe Informacijskega pooblaščenca 
nakazujejo možne poti ureditve »de lege ferenda« v smislu zagotavljanja primernega 
ravnovesja med nasprotujočimi si interesi subjektov delovnega razmerja.  
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3. MEDNARODNA UREDITEV  
 
3.1. Organizacija združenih narodov  
 
OZN je mednarodna organizacija, ustanovljena 26. oktobra 1945, katere temelj delovanja 
predstavlja Ustanovna listina. Pod njenim okriljem sta bila za obravnavano tematiko sprejeta 
dva pomembna akta – Splošna deklaracija človekovih pravic leta 1948 in Mednarodni pakt o 
državljanskih in političnih pravicah leta 1966. Pravica do varstva osebnih podatkov je v 
mednarodni teoriji človekovih pravic uvrščena pod širši (zbirni) pojem pravice do spoštovanja 
zasebnega življenja 
 
3.2. Mednarodna organizacija dela 
 
Naloga najstarejše agencije Združenih narodov je izvajati aktivnosti na področju izboljšanja 
socialne pravičnosti in statusa vseh delavcev. 1 Leta 1997 je bil v okviru te organizacije sprejet 
Kodeks ravnanja o varstvu osebnih podatkov delavcev. Osebni podatki delavcev naj se zbirajo, 
shranjujejo, uporabljajo zakonito in namensko. Na določbe Kodeksa se sklicuje Priporočilo o 
varstvu osebnih podatkov v zvezi z zaposlovanjem (CM/Rec/2015/5) Odbora ministrov Sveta 
Evrope z dne 01. aprila 2015.  
 
 
4. REGIONALNA UREDITEV  
 
4.1. Svet Evrope  
 
Svet Evrope je regionalna mednarodna organizacija, ustanovljena 5. maja 1949, ki danes šteje 
47 držav članic (iz evropske regije). Za vstop v članstvo mora država izpolniti dva pogoja, in 
sicer mora pristopiti k Evropski konvenciji o varstvu človekovih pravic in temeljnih svoboščin 




                                                          
1 http://www.zeneva.predstavnistvo.si/index.php?id=2487. 
2 Türk Danilo, Temelji mednarodnega prava, Ljubljana, GV Založba, 2007. 
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4.1.1. Evropska konvencija o varstvu človekovih pravic in temeljnih svoboščin  
 
EKČP, sprejeta leta 1950 predstavlja poseben uspeh delovanja Sveta Evrope. Izpostaviti velja 
8. člen Konvencije, ki določa, da ima vsakdo pravico do spoštovanja svojega zasebnega in 
družinskega življenja, svojega doma in dopisovanja. Javna oblast lahko posega v izvrševanje te 
pravice le, če je to določeno z zakonom in nujno v demokratični družbi zaradi državne ali javne 
varnosti, ekonomske blaginje države, preprečevanja neredov ali kaznivih dejanj, varovanja 
zdravja ali morale ali zaradi varstva pravic in svoboščin drugih ljudi.3 
 
4.1.2. Evropsko sodišče za človekove pravice  
 
Temelj za njegovo ustanovitev predstavlja EKČP. Država s pristopom k EKČP sprejme 
jurisdikcijo tega sodišča. ESČP je sodni organ na regionalni ravni, ki obravnava (državne ali 
individualne) pritožbe subjektov, ki zatrjujejo, da so jim bile kršene katere izmed pravic, 
določene v EKČP. Sodišče zastopa stališče, da mora biti delavec o uvedbi vsakršnega nadzora 
vnaprej obveščen in seznanjen z okoliščinami, ki omogočajo izvajanje ukrepov, ki posegajo v 
njegove pravice. Za nadaljnji razvoj informacijske varnosti osebnih podatkov delavcev je 
izjemnega pomena odločitev Velikega senata z dne 05. septembra 2017, ki je v primeru 
Bărbulescu proti Romuniji ugotovilo kršitev 8. člena EKČP.  
 
Za obravnavano tematiko so ključnega pomena odločitve v naslednji zadevah: 
a) Halford proti Združenemu kraljestvu.4 Ta odločitev je bila ključnega pomena za 
nadaljni razvoj zasebnosti na delovnem mestu, saj je sodišče v njej oblikovalo standard 
utemeljenega pričakovanja zasebnosti delavca na delovnem mestu. Delavki, ki je bila 
zaposlena na policiji so zavrnili njene možnosti napredovanja. Posumila je, da se izvaja 
aktivno prisluškovanje njenim zasebnim klicem s službenega telefona. Sodišče je 
izreklo, da sodijo zasebni klici, opravljeni v delovnem času in s službenega telefona pod 
okrilje pravice do spoštovanja zasebnega in družinskega življenja iz 8. člena EKČP.  
b) V primeru Copland proti Združenemu kraljestvu5 je šlo za vpogled v elektronsko pošto 
zaposlenih in nadzor nad uporabo interneta. Delavka ni bila vnaprej seznanjena, kdaj in 
v kakršnih primerih lahko delodajalec izvaja nadzor nad elektronsko pošto in je zato po 
mnenju sodišča upravičeno lahko pričakovala zasebnost pri uporabi službenih 
                                                          
3 Povzeto po 8. členu EKČP.  
4 Halford proti Združenemu kraljestvu št. 20605/92. 
5 Copland proti Združenemu kraljestvu, št. 62617/00. 
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komunikacijskih sredstev. ESČP je izrecno poudarilo, da mora biti delavec vnaprej 
seznanjen z internimi akti delodajalca, ki se nanašajo na ukrepe nadzora nad uporabo 
elektronske pošte in interneta. Delodajalec zato ne more omejevati pravice delavca do 
zasebnosti  v taki meri, da bi se z njenim omejevanjem povsem izničil namen pravice 
do spoštovanja zasebnega in družinskega življenja.  
c) V zadevi I proti Finski6 je bila tožnica zaposlena na delovnem mestu medicinske sestre 
v javni bolnišnici, v kateri je zaradi diagnoze, da je HIV pozitivna, obiskovala 
infekcijski oddelek. Posumila je, da so njeni sodelavci seznanjeni z njenim 
zdravstvenim stanjem. Ugotovljeno je bilo, da delodajalec ni zagotavljal sledljivosti 
vpogleda v zdravstvene kartoteke pacientov. Zaradi neustreznega zavarovanja 
občutljivih osebnih podatkov, kar podatek o zdravstvenem stanju osebe nedvomno je, 
je sodišče ugotovilo kršitev 8. člena EKČP.  
 
4.1.3. Konvencija Sveta Evrope o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatkov (Konvencija 108)   
 
Iz določbe 1. člena konvencije izhaja, da je njen namen zagotoviti na ozemlju vsake 
pogodbenice vsakemu posamezniku ne glede na državljanstvo in prebivališče spoštovanje 
njegovih pravic in temeljnih svoboščin, predvsem spoštovanje pravice do zasebnosti glede na 
avtomatsko obdelavo osebnih podatkov, ki se nanašajo  nanj ("zaščita podatkov").7  
Avtomatska obdelava predpostavlja operacije izvedene s sredstvi informacijske tehnologije.  
 
4.1.4. Priporočilo o varstvu osebnih podatkov v zvezi z zaposlovanjem (CM/Rec/2015/5)  
 
Da je pravica do varstva osebnih podatkov delavcev izjemenega pomena je nakazal že Odbor 
ministrov Sveta Evrope, ki je 18. januarja 1989 sprejel Priporočilo (Rec(89)2) o varstvu osebnih 
podatkov, ki se uporabljajo za namene zaposlovanja. Dne 01. aprila 2015 nadomeščeno z novim 
Priporočilom o varstvu osebnih podatkov v zvezi z zaposlovanjem (CM/Rec/2015/5). Nove 
določbe se nanašajo na obdelavo osebnih podatkov v javnem in zasebnem sektorju, poudarjajo 
pomen načela sorazmernosti, podani so konkretni napotki za obdelavo osebnih podatkov v 
zvezi z uporabo interneta in elektronskih komunikacij, videonadzora, biometričnih podatkov, 
                                                          
6 I proti Finski, št. 20511/03. 
7 Povzeto po 1. členu Konvencije 108. 
5 
 
psiholoških testov in drugih podobnih postopkov.8  Priporočilo je mogoče oceniti kot napredno, 
saj upošteva vpliv tehnoloških inovacij na delovna razmerja.  
 
4.2. EU  
 
4.2.1. Direktiva 95/45/ES Evropskega parlamenta in Sveta z dne 24. oktobra 1995 o 
varstvu posameznikov pri obdelavi osebnih podatkov in prostem pretoku takih 
podatkov   
 
Direktiva, kot pravni akt sekundarnega prava EU, je za vsako državo članico, na katero je 
naslovljena, zavezujoča glede cilja, ki ga je treba doseči, vendar prepušča nacionalnim organom 
izbiro oblike in metod.9 Direktiva 95/45/ES z dne 24. oktobra 1995, kot eden izmed prvih 
pravnih aktov EU, ki se nanašajo na varstvo osebnih podatkov, je bila sprejeta zaradi 
zagotavljanja ravnovesja med varstvom temeljnih pravic in svoboščin posameznikov, predvsem 
pravice posameznika do zasebnosti pri obdelavi osebnih podatkov ter prostega pretoka teh 
podatkov znotraj EU.  
 
4.2.2. UREDBA (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o 
varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih 
podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna uredba o varstvu podatkov)  
 
Uredba, kot pravni akt sekundarnega prava EU, se splošno uporablja, ter je zavezujoča v celoti 
in se neposredno uporablja v vseh državah članicah.10 Splošna uredba o varstvu podatkov 
(General Data Protection Regulation oziroma GDPR), ki je začela veljati 25. maja 2016, 
razveljavlja Direktivo 95/45/ES z dne 24. oktobra 1995, neposredno pa se bo začela uporabljati 
25. maja 2018.  
 
Uvaja novosti glede osebne privolitve posameznika za obdelavo osebnih podatkov, pilotno 
ureja oceno učinka predvidenih dejanj obdelave na varstvo osebnih podatkov11 in imenovanje 
DPO (»Data Protection Officer«) oziroma pooblaščene osebe za varstvo podatkov.  




9 Povzeto po 3. odstavku 288. člena PDEU. 
10 Povzeto po 2. odstavku 288. člena PDEU. 
11 Gre za izvedbo presoje vplivov na zasebnosti (PIA oziroma Privacy Impact Assessment). 
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Pridobitev privolitve posameznika, na katerega se osebni podatki nanašajo bo po 25. maju 2018 
bistveno omejena, saj bo morala biti privolitev dana z jasnim pritrdilnim dejanjem (informirana 
privolitev – prostovoljno, specifično, ozaveščeno in nedvoumno izraženo soglasje k obdelavi) 
ali ustno izjavo.12 
 
Pooblaščeno osebo za varstvo podatkov bodo morali imeti npr. vsi upravljavci in obdelovalci 
zbirk osebnih podatkov, kadar bodo njihove temeljne dejavnosti zajemale dejanja obdelave, pri 
katerih je treba zaradi njihove narave, obsega in namena posameznike, na katere se osebni 
podatki nanašajo, redno in sistematično spremljati (npr. zavarovalne družbe).13 DPO bo pri teh 
subjektih, kot neodvisni akter, opravljal nalogo zagotavljanja skladnosti poslovanja s predpisi, 
ki urejajo področje varstva osebnih podatkov. Pogoj za imenovanje v položaj DPO so poklicne 
odlike in zlasti strokovno znanje o zakonodaji in praksi na področju varstva podatkov ter 
zmožnosti opravljanja delovnih nalog, določenih v 39. členu14 Splošne uredbe o varstvu 
podatkov. 15  
 
Uredba v 68. členu ustanavlja Evropski odbor za varstvo osebnih podatkov, ki bo nadomestil 
sedanjo Delovno skupino za varstvo osebnih podatkov iz 29. člena Direktive 95/45/ES 
Evropskega parlamenta in Sveta z dne 24. oktobra 1995. Njegova naloga bo zagotavljanje 
dosledne uporabe Splošne uredbe o varstvu podatkov. V ta namen mu uredba v določbi 70. 
člena dodeljuje širok spekter delovnih nalog.  
 
Zaradi neposredne uporabe uredbe je bila s strani Ministrstva za pravosodje napovedana 
razveljavitev ZVOP-1, nasledil naj bi ga ZVOP-2, ki bo zajemal spekter splošnih rešitev, ki jih 
dopušča Splošna uredba o varstvu podatkov16.  
 
4.2.3. Listina Evropske unije o temeljnih pravicah  
 
Pravica do varstva osebnih podatkov na ravni EU zagotovlja tudi 8. člen Listine Evropske unije 
o temeljnih pravicah.17  
                                                          
12 Povzeto po 32. uvodni izjavi Splošne uredbe o varstvu podatkov. 
13 Povzeto po točki (b) 1. odstavka 37. člena Splošne uredbe o varstvu podatkov. 
14 Povzeto po 5. odstavku 37. člena Splošne uredbe o varstvu podatkov. 
15 http://www.pirc-musar.si/gdpr-bo-jutri-tu-ste-pripravljeni/. 
16 https://www.dataprotection-officer.com/index.php?route=blog/article&blog_post=49&create_pdf=true, str. 3. 
17 »1. Vsakdo ima pravico do varstva osebnih podatkov, ki se nanj nanašajo. 2. Osebni podatki se morajo obdelovati 
pošteno, za določene namene in na podlagi privolitve prizadete osebe ali na drugi legitimni podlagi, določeni z 




5. NACIONALNA UREDITEV  
 
5.1. Ustava RS  
 
Ustavna določba o varstvu osebnih podatkov (38. člen), ki je uvrščena v poglavje o človekovih 
pravicah in temeljnih svoboščinah, predstavlja neposredno podlago za nadaljnje (zakonsko). Iz 
določbe 38. člena Ustave RS izhaja naslednje:  
1) Zagotovljeno je varstvo osebnih podatkov. Prepovedana je uporaba osebnih podatkov v 
nasprotju z namenom njihovega zbiranja. 
2) Zbiranje, obdelovanje, namen uporabe, nadzor, in varstvo tajnosti osebnih podatkov 
določa zakon.  
3) Vsakdo ima pravico seznaniti se z zbranimi osebnimi podatki, ki se nanašajo nanj, in 
pravico do sodnega varstva ob njihovi zlorabi.18 
 
Pravica do varstva osebnih podatkov je zagotovljena z najvišjim nacionalnim pravnim aktom 
oziroma je iz tega akta mogoče izpeljati, da je treba stremeti k ravnanju, ki to pravico v največji 
meri tudi udejanji. Iz navedene ustavne določbe izhaja tudi, da se je ustavodajalec odločil za t.i. 
»obdelovalni model« in ne za t.i. »model zlorabe«, saj je določil predvsem pravila za urejanje 
dopustne obdelave osebnih podatkov na zakonski ravni in ne načelne svobode obdelave osebnih 
podatkov, ki je lahko le izjemoma izrecno omejena z zakonom. Izbrani model ustavodajalca 
pomeni, da je na področju obdelave osebnih podatkov prepovedano vse, kar ni z zakonom 
izrecno dovoljeno. Ker vsaka obdelava osebnih podatkov pomeni poseg v to ustavno varovano 
pravico, je takšen poseg dopusten le, če je v zakonu določno opredeljeno, kateri osebni podatki 
se smejo obdelovati, jasno mora biti razviden namen njihove obdelave ter zagotovljeno ustrezno 
zavarovanje. Za obdelavo osebnih podatkov mora obstajati ustavno dopusten namen. Dovoljena 
je obdelava le tistih vrst osebnih podatkov, ki so primerni in nujno potrebni za to, da se uresniči 
zakonsko opredeljeni namen.19  Informacijske tehnologije omogočajo množično (tudi prikrito) 
zbiranje, obdelavo in nadzor osebnih podatkov, zato je umestitev pravice do varstva osebnih 
podatkov na ustavno raven izjemnega pomena. 
 
 
                                                          
18 Povzeto po 38. členu Ustave RS.  
19 Povzeto po Pirc Musar Nataša, Bien Karlovšek Sonja, Bogataj Jože, Prelesnik Mojca, Žaucer Alenka, Zakon o 
varstvu osebnih podatkov (ZVOP – 1) s komentarjem, GV založba, Ljubljana, 2006, str. 19-20. 
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5.2. ZVOP-1  
 
Gre za splošen predpis (»lex generalis«), ki določa pravice, obveznosti, načela in ukrepe, s 
katerimi se preprečujejo neustavni, nezakoniti in neupravičeni posegi v zasebnost in 
dostojanstvo posameznikov pri obdelavi osebnih podatkov20. Definira pojem osebnega podatka 
in posameznika – »osebni podatek je katerikoli podatek, ki se nanaša na posameznika, ne glede 
na obliko, v kateri je izražen ; posameznik je lahko določena ali določljiva oseba, na katero se 
osebni podatek nanaša.« 21 Delodajalec pa v skladu z definicijo upravljavca iz 6. točke. 6. člena 
ZVOP-1 sodi med upravljavce (zbirk) osebnih podatkov, saj na različne načine obdeluje (npr. 
zbira, vpisuje, spreminja, vpogleduje, hrani, posreduje, uničuje) osebne podatke delavcev in 
drugih posameznikov (npr. kandidatov za zaposlitev v izbirnem postopku, družinskih članov 
delavcev). Obdelava osebnih podatkov je dopustna le, če ima delodajalec zanjo ustrezno pravno 
podlago. 22   
 
Občutljivi osebni podatki predstavljajo podatke o rasnem, narodnem ali narodnostnem poreklu, 
verskem, političnem ali filozofskem prepričanju, članstvu v sindikatu, zdravstvenem stanju, 
spolnem življenju (npr. spolna usmerjenost), vpisu ali izbrisu v ali iz kazenske oziroma 
prekrškovne evidence. Mednje sodijo tudi biometrične značilnosti, če je z njihovo uporabo 
mogoče določiti posameznika v zvezi s kakšno od prej navedenih okoliščin. 23 Primeri obdelave 
občutljivih osebnih podatkov so taksativno določeni v 13. členu ZVOP-1, pri čemer sta za 
področje delovnih razmerij pomembni zlasti 1.24 in 2.25 točka 13. člena ZVOP-1.26 Obdelava 
občutljivih osebnih podatkov v okviru delovnega razmerja lahko zajema podatek o članstvu v 
sindikatu, podatek iz kazenske ali prekrškovne evidence (npr. nekaznovanost kot merilo 
izbirnega postopka), zdravstvene in biometrične podatke ter podatke iz opravljenega preizkusa 
znanja oziroma sposobnosti. Na podlagi slednjih se (lahko) ugotavljajo določene osebnostne 
lastnosti posameznika. Zanimivo bo spremljati razvoj tehnologij, ki omogočajo prepoznavo 
obraza (t.i. »face recognition«) npr. v zvezi z vstopov v tajne prostore. Omeniti velja, da določbe 
ZVOP-1 občutljivih osebnih podatkov ne navajajo kot pravne dobrine, katere zavarovanje bi 
dopuščalo uvedbo biometrijskih ukrepov. 
                                                          
20 Povzeto po 1. členu ZVOP-1. 
21 Povzeto po 1. in 2. točki 6. člena ZVOP-1.  
22.Delodajalec npr. na podlagi 13. člena ZEPDSV vodi kadrovsko evidenco zaposlenih. 
23 Povzeto po 19. točki 6. člena ZVOP-1. 
24 »Če je posameznik za to podal izrecno osebno privolitev, ki je praviloma pisna, v javnem sektorju pa tudi 
določena z zakonom.« 
25 »Če je obdelava potrebna zaradi izpolnjevanja obveznosti in posebnih pravic upravljavca osebnih podatkov na 
področju zaposlovanja v skladu z zakonom, ki določa tudi ustrezna jamstva pravic posameznika.« 
26 Povzeto po 13. členu ZVOP-1.  
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Ukrepi zavarovanja osebnih podatkov naj obsegajo organizacijske, tehnične in logično-tehnične 
postopke in ukrepe, s katerimi se varujejo osebni podatki, preprečuje slučajno ali namerno 
nepooblaščeno uničevanje podatkov, njihova sprememba ali izguba ter nepooblaščena obdelava 
teh podatkov. Delodajalec mora v svojih aktih predpisati postopke in ukrepe za zavarovanje 
osebnih podatkov ter določiti osebe, ki so odgovorne za določene zbirke osebnih podatkov, in 
osebe, ki lahko zaradi narave njihovega dela obdelujejo določene osebne podatke. Ukrep 
zavarovanja osebnih podatkov mora omogočati tudi naknadno ugotavljanje, kdaj so bili 
posamezni osebni podatki vneseni v zbirko osebnih podatkov, uporabljeni ali drugače obdelani 
in kdo je to storil, in sicer za obdobje, ko je mogoče zakonsko varstvo pravice posameznika 
zaradi nedopustnega posredovanja ali obdelave osebnih podatkov.27  
 
Posameznik lahko v primeru kršitev pravic , ki mu jih v zvezi z zbiranjem in obdelavo osebnih 
podatkov daje zakon, zahteva sodno varstvo s tožbo v upravnem sporu pred upravnim sodiščem 
ves čas trajanja kršitve. Če mu v zvezi s kršitvijo drugo sodno varstvo ni zagotovljeno, lahko 
po prenehanju kršitve vloži tožbo na ugotovitev, da je kršitev obstajala. Upravno sodišče vodi 
postopek po določbah ZUS-1, vendar ZVOP-1 vsebuje tri posebne določbe. Postopek pred 
upravnim sodiščem je nujen in prednosten, javnost je v njem praviloma izključena. Posameznik 
ima na voljo tudi institut začasne odredbe, s katero (lahko) doseže, da sodišče do pravnomočne 
odločitve v upravnem sporu upravljavcu osebnih podatkov naloži, da prepreči vsakršno 
obdelavo osebnih podatkov, ki se nanašajo nanj.28   
 
5.2.1. Privolitev delavca 
 
Veljavno pravno podlago za obdelavo osebnih podatkov delavca lahko predstavlja osebna 
privolitev, pri čemer mora biti delavec predhodno pisno ali na drug ustrezen način seznanjen z 
namenom obdelave. Informacijski pooblaščenec29 navaja izjemnost dopustnosti privolitve 
delavca pod pogojem, da zavrnitev soglasja ne vpliva na siceršnji položaj delavca pri 
delodajalcu. Privolitev mora biti prostovoljna – dana mora biti brez prisile, grožnje ali pod 
pretnjo kakršnihkoli sankcij. Prostovoljna privolitev delavca je še posebej pomembna v 
delovnem razmerju, saj je delavec v tem odnosu navadno ekonomsko (finančno) odvisen od 
                                                          
27 24. in 25. člen ZVOP-1. 
28 Povzeto po Avbelj Matej in drugi, Komentar Ustave Republike Slovenije, Fakulteta za državne in evropske 
študije, Kranj, 2011, str. 566 in 567. 
29 https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_-_Varstvo_OP_v_delovnih_razmerjih.pdf, 
str. 6 in nasl: »Resnična izbira in če ne obstaja nevarnost zavajanja, ustrahovanja, prisiljevanja ali negativnih 
posledic, če posameznik privolitve ne da. Privolitev ni in ne more biti prostovoljna, če posledice privolitve 
ogrožajo svobodno izbiro posameznikov.« 
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delodajalca. Boji se, da bo drugače oziroma diskriminatorno obravnavan, če ne privoli v 
posredovanje ali obdelavo svojih osebnih podatkov. Pogojevanje privolitve delavca v zameno 
za posebne ugodnosti, neuvedbo disciplinskih ukrepov ali za nespremenjen položaj ima lahko 
v sferi delavca neprijetne (finančne, psihološke in druge) posledice. Osebna privolitev delavca 
kot pravna podlaga za zbiranje (njegovih) osebnih podatkov mora biti podana v vsakem 
konkretnem primeru in ne generalno, zato jo je treba presojati skrajno skrbno. Delodajalec mora 
upoštevati tudi naknaden preklic predhodno podane privolitve delavca in ustrezno ukrepati 
(npr. prenehati z obdelavo delavčevih osebnih podatkov).  
 
5.2.2. Videonadzor  
 
Na področju videonadzora Informacijski pooblaščenec kot nadzorni organ za varstvo osebnih 
podatkov najpogosteje zazna kršitve zakonodaje.30 Posameznik, ki meni, da delodajalec 
videonadzor izvaja nezakonito lahko pri Informacijskem pooblaščencu vloži prijavo. Slednji 
lahko na podlagi vložene prijave opravi ogled in v primeru, da ugotovi izvajanje videonadzora 
v nasprotju z določbami ZVOP-1, izvajanje videonadzora prepove, delodajalca pa kaznuje z 
globo zaradi prekrška.  
 
ZVOP-1 pojma videonadzor ne definira. Za videonadzor v smislu določb ZVOP-1 gre le takrat, 
kadar pri izvajanju videonadzora nastane zbirka osebnih podatkov, ki je v takem primeru zbirka 
videoposnetkov.31 ZVOP-1 zbirko osebnih podatkov izrecno omenja le pri določbi 75. člena, 
ki se nanaša na dostop v uradne službene oziroma poslovne prostore.  
 
Splošne določbe ZVOP-1 o videonadzoru se uporabljajo v kolikor drug (specialni) zakon ne 
določa drugače (subsidiarna uporaba določb ZVOP-1). Specialne določbe o videonadzoru 
vsebujejo npr. ZDD-1, Zakon o zasebnem varovanju (ZzasV-1), Zakon o Slovenski 
obveščevalno-varnostni agenciji (ZSOVA), Zakon o policiji (ZPol) in Zakon o igrah na srečo. 
Ker je ZVOP-1 v delu, ki ureja videonadzor področni zakon, je treba upoštevati splošna določila 
in izjeme ZVOP-1 o dometu njegove uporabe. V RS splošnega zakona o videonadzoru ni. 
Področna ureditev v ZVOP-1 je sledila vzoru zakonodaje Zvezne Republike Nemčije. S 
splošnim predpisom imajo na zakonodajni ravni videonadzor z vidika varstva osebnih podatkov 
urejene npr. Francija,  Zvezna Republika Nemčij, in Kraljevina Nizozemska. Na pomen varstva 
osebnih podatkov pri izvajanju videonadzora kaže tudi praksa anglosaških držav. Informacijska 
                                                          
30https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_o_videonadzoru_web.pdf, str. 4. 
31 Mnenje Informacijskega pooblaščenca št. 0712-1/2015/617 z dne 04.03.2015. 
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pooblaščenka Združenega Kraljestva Velike Britanije in Severne Irske je denimo že leta 2000 
izdala Kodeks prakse za videonadzorne sisteme Združenega Kraljstva Velike Britanije in 
Severne Irske, s katerim je opredelila način izvajanja videonadzora, ki bo v skladu z določbami 
splošnega  Zakona o varstvu osebnih podatkov iz leta 1998.32 
 
Obvestilo o izvajanju videonadzora mora biti v javnem ali zasebnem sektorju vidno in razločno 
objavljeno na način, ki omogoča posamezniku (tudi tretjim osebam), da se z njegovim 
izvajanjem seznani najkasneje, ko se nad njim začne izvajati videonadzor. Vsebovati mora 
informacije o izvajanju videonadzora, nazivu osebe, ki ga izvaja in telefonsko številko za 
pridobitev informacij, kje in koliko časa se shranjujejo posnetki iz videonadzornega sistema. 
Videonadzorni sistem mora biti zavarovan pred dostopom nepooblaščenih oseb.33 
Pomanjkljivost 74. člena ZVOP-1 je v tem, da ne določa oziroma omejuje rokov hrambe 
zbranih osebnih podatkov. To v praksi povzroča pravne praznine pri izvajanju videonadzora v 
večstanovanjskih stavbavh in izvajanje videonadzora v delovnih prostorih, zato je treba 
uporabiti splošno določbo 21. člena ZVOP-1, ki določa rok hrambe osebnih podatkov.34 
Določbo o omejitvi roka hrambe vsebuje le določba 75. člena ZVOP-1, ki ureja dostop v uradne 
službene oziroma poslovne prostore. 
 
5.2.2.1.  Dostop v uradne službene oziroma poslovne prostore  
 
V skladu s 75. členom ZVOP-1 lahko delodajalec javnega ali zasebnega sektorju izvaja 
videonadzor dostopa v uradne službene oziroma poslovne prostore iz razloga varnosti ljudi ali 
premoženja, zaradi zagotavljanja nadzora vstopa ali izstopa v ali iz službenih oziroma 
poslovnih prostorov ali če zaradi narave dela obstaja možnost ogrožanja zaposlenih. V pisni 
odločitvi (npr. sklep o uvedbi videonadzora) morajo biti obrazloženi razlogi za uvedbo. Uvedba 
videonadzora se lahko določi tudi z zakonom ali s predpisom, sprejetim na njegovi podlagi (npr. 
splošni akt delodajalca). Videonadzor se lahko izvaja le na takšen način, da se ne more izvajati 
niti snemanje notranjosti stanovanjskih stavb, ki nimajo vpliva na dostop do njihovih prostorov, 
niti snemanje vhodov v stanovanja (preneseno iz francoske prakse in relevantno predvsem v 
primerih, ko se poslovni prostori nahajajo v isti stavbi kot stanovanja). O izvajanju 
videonadzora je treba pisno obvestiti vse zaposlene, ki opravljajo delo v nadzorovanem 
                                                          
32 Povzeto po Pirc Musar Nataša, Bien Karlovšek Sonja, Bogataj Jože, Prelesnik Mojca, Žaucer Alenka, Zakon o 
varstvu osebnih podatkov (ZVOP – 1) s komentarjem, GV založba, Ljubljana, 2006, str. 384 – 392. 
33 Povzeto po 74. členu ZVOP-1. 
34 » (1) osebni podatki se shranjujejo le toliko časa, dokler je to potrebno za dosego namena, zaradi katerega so 
se zbirali ali nadalje obdelovali.« 
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prostoru. Zbirka osebnih podatkov, ki nastane zaradi izvajanja videonadzora vsebuje posnetek 
posameznika (slika oziroma glas), datum in čas vstopa in izstopa iz prostora, lahko pa tudi 
osebno ime posnetega posameznika, naslov njegovega stalnega ali začasnega prebivališča, 
zaposlitev, številko in podatke o vrsti njegovega osebnega dokumenta ter razlogu vstopa, če se 
navedeni osebni podatki zbirajo poleg ali s posnetkom videonadzornega sistema. Gre za 
taksativno naštevanje vrst osebnih podatkov, ki so lahko del te zbirke zato glede na 
»obdelovalni model« ustavodajalca to pomeni, da ni dovoljeno zbiranje drugih vrst osebnih 
podatkov. Osebni podatki iz te zbirke se načeloma lahko hranijo največ eno leto po nastanku, 
nato se izbrišejo, če zakon ne določa drugače. 35 Ta določba zato predstavlja »lex specialis« od 
splošne določbe o hrambi osebnih podatkov iz 21. člena ZVOP-1.36   
 
Iz mnenj in smernic Informacijskega pooblaščenca, ki se nanašajo na videonadzor dostopa v 
uradne službene oziroma poslovne prostore37 izhaja: 
a) da mora biti potreba po varovanju ljudi ali premoženja izkazana (npr. kamera pred 
skladiščem v katerem se nahaja premoženje večje vrednosti ali kamera, ki beleži dostop 
do prostora, v katerem se nahajajo tajni podatki); 
b) videonadzora ni dovoljeno namestiti izključno zaradi kontrole izrabe delovnega časa, 
saj se lahko delodajalec za ta namen posluži bistveno manj invazivnih metod (npr. 
kartica, ki beleži uro prihoda in odhoda). Delodajalec lahko kamero namesti tako, da 
zajame registracijski terminal za evidentiranje delovnega časa in pridobljene podatke 
uporabi za dokazovanje morebitnih kršitev pravil glede evidentiranja delovnega časa; 
c) za izvajanje videonadzora s strani zunanjega izvajalca mora biti sklenjena ustrezna 
pogodba o pogodbeni obdelavi. 
 
Izvajanje videonadzora dostopa do službenih oziroma poslovnih prostorov (standard - »če je to 
potrebno«) predstavlja manj invaziven poseg v zasebnost posameznikov kot izvajanje 
videonadzora delovnih prostorov (standard - »kadar je to nujno potrebno«), zato so pogoji za 
uvedbo videonadzora pri slednjem strožji, saj je tudi intenziteta posega v zasebnost delavcev 
višja. Izvajalec videonadzora mora v primeru in concreto ugotoviti, ali je namen mogoče doseči 
z milejšimi sredstvi. 
 
                                                          
35 Povzeto po 75. členu ZVOP-1. 
36 Povzeto po  Pirc Musar Nataša, Bien Karlovšek Sonja, Bogataj Jože, Prelesnik Mojca, Žaucer Alenka, Zakon o 
varstvu osebnih podatkov (ZVOP – 1) s komentarjem, GV založba, Ljubljana, 2006, str. 400. 
37 https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_o_videonadzoru_web.pdf, str. 11 in 12. 
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5.2.2.2. Delovni prostori  
 
Izvajanje videonadzora znotraj delovnih prostorov je mogoče le v izjemnih primerih. Za to 
morajo v skladu s 77. členom ZVOP-1 obstajati posebej utemeljeni razlogi, in sicer, kadar je to 
nujno potrebno za 
a) varnost ljudi ali premoženja; 
b) varovanje tajnih podatkov; 
c) varovanje poslovne skrivnosti, 
pod predpostavko, da tega namena ni mogoče doseči z milejšimi sredstvi. Zakon taksativno 
našteva subjekte in objekte varstva - varnost ljudi, varnost premoženja, varovanje tajnih 
podatkov in varovanje poslovne skrivnost. Zato npr. ni dopustno izvajanje videonadzora znotraj 
delovih prostorov izključno zaradi kontrole izrabe delovnega časa, saj tak nadzor nesorazmerno 
posega v zasebnost delavcev. Dopustno je uvesti videonadzor poslovnih prostorov zaradi 
varovanja opreme višje vrednosti, v katere je bilo v preteklosti že večkrat vlomljeno, sama 
oprema pa ob tem dejanju odtujena 38 ali v poslovnih prostorih, v katerih poslovanje poteka z 
gotovino. ESČP je v zadevi Köpke proti Nemčiji39 odločilo, da je prikrit nadzor lahko zakonit, 
če obstoji utemeljen sum storitve kaznivega dejanja s strani zaposlenega, če tega suma ni 
mogoče preveriti drugače ali vsaj ne brez velikih stroškov, naporov ali porabe časa, če se nadzor 
časovno, prostorsko in glede izpostavljenih oseb ustrezno omeji ter če se nastali posnetki 
uporabijo izključno za obravnavo kaznivega dejanja (v disciplinskem ali morebitnem sodnem 
postopku). Namen prikritega nadzora sme biti torej le v preiskavi konkretnega in resnejšega 
incidenta, npr. dlje časa trajajoče evidentne kraje zaposlenih. Delodajalec mora pred odločitvijo 
za takšen korak preveriti druge možnosti preiskave primera. Priporočljivo je tudi, da izvedbo 
takšnega videonadzora zaupa zasebnemu detektivu oziroma zunanji varnostni službi.40  
 
Videonadzor se lahko izvaja le v tistih delih prostorov, kjer je potrebno varovati navedene 
konkretne subjekte in objekte varstva. Zakon izrecno prepoveduje izvajanje videonadzora v 
delovnih prostorih izven delovnega mesta, zlasti v garderobah, dvigalih in sanitarnih prostorih. 
Zakon ne določa »numerus clausus« prostorov, kjer se videonadzor ne sme izvajati temveč z 
uporabo  besede »zlasti« te prostore našteva le primeroma.41  
 
                                                          
38 Mnenje Informacijskega pooblaščenca št. 0712-512/2006/2 z dne 03.01.2007. 
39 Köpke proti Nemčiji, št. 420/07 
40 https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_o_videonadzoru_web.pdf, str. 15. 
41 Povzeto po Pirc Musar Nataša, Bien Karlovšek Sonja, Bogataj Jože, Prelesnik Mojca, Žaucer Alenka, Zakon o 
varstvu osebnih podatkov (ZVOP – 1) s komentarjem, GV založba, Ljubljana, 2006, str. 413. 
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Zaposleni morajo biti pred začetkom izvajanja videonadzora o njem pisno obveščeni.42 
Delodajalec se mora pred uvedbo videonadzora v osebi javnega ali zasebnega sektorja 
posvetovati z reprezentativnim sindikatom.43 Zakon določa le obveznost posvetovanja s 
sindikatom, ne pa obveznosti pridobitve njegovega soglasja, zato mnenje sindikata delodajalca 
ne zavezuje. Iz prakse prakse nadzornega organa za varstvo osebnih podatkov izhaja, da mora 
delodajalec izkazati aktivno posvetovanje z reprezentativnim sindikatom. Izjemo predstavlja 
področje obrambe, obveščevalno-varnostne dejavnosti države in varovanja tajnih podatkov, 
kjer delodajalcu ni treba izpolniti obveznosti posvetovanja in predhodno pisno obvestiti 
delavcev o uvedbi videonadzora.44  
 
5.2.2.3. Sodna praksa in akti Informacijskega pooblaščenca  
 
Delavec mora biti o izvajanju videonadzora predhodno obveščen, mora torej vedeti, da bo  
v prihodnje objekt videonadzora pri dostopu do službenih prostorov in v izjemnih primerih, na 
podlagi utemeljenih razlogov, znotraj delovnih prostorov. Videoposnetke, pridobljene z 
izvajanjem videonadzora lahko delodajalec obdeluje v disciplinskem postopku, če je to v skladu 
z določbo 48. člena ZDR-1, in sicer le za namen dokazovanja kršitve obveznosti iz delovnega 
razmerja (obstajati mora sum, da je delavec že storil določeno kršitev, npr. da ni spoštoval 
delodajalčevih navodil v zvezi z delovnim časom) in ne za namen ugotavljanja bodoče oziroma 
prihodnje kršitve. Kršitev mora biti delodajalcu pred pregledom videoposnetka znana. S 
pregledom videoposnetka delodajalec pridobi (točen) čas kršitve in ta posnetek lahko uporabi 
v dokazne namene.45 
 
Nacionalno sodišče46 je v eni izmed obravnavanih zadev zaključilo, da videonadzor ni bil 
nezakonit, ker je delodajalec njegovo uvedbo v poslovnih prostorih ustrezno utemeljil (varnost 
kopalcev in zaposlenih, reševanje odškodninskih zahtevkov zaradi poškodb kopalcev, iskanje 
izgubljenih predmetov ter kontrola čistoče). Delodajalec je pri tem ravnal v skladu z določbami 
internih aktov in pred uvedbo videonadzora opravil tudi posvetovanje s sindikatom. Izpolnjen 
je bil tudi pogoj predhodne pisne obveščenosti delavcev. V predmetnem primeru je prišlo do 
                                                          
42 Obvestilo mora biti obešeno na viden način in trajno, dokler se izvaja videonadzor, zgolj enkratno obvestilo ne 
zadosti zakonski zahtevi po vnaprejšnji pisni obveščenosti delavcev - Odločba Informacijskega pooblaščenca št. 
0612-148/2013 z dne 18.01.2016. 
43 Vnaprejšnjo obveščenost delavca in obveznost posvetovanja z reprezentativnim sindikatom določa tudi švedska 
zakonodaja. Na Norveškem pa posebne določbe kolektivnih pogodb regulirajo nadzor delavcev na delovnem 
mestu, pri čemer mora biti opravljeno predhodno posvetovanje in informiranje sindikatov.  
44 Povzeto po 6. odstavku 77. členu ZVOP-1. 
45 Mnenje Informacijskega pooblaščenca št. 0712-1/2014/3879 z dne 19.12.2014. 
46 Sodba Višjega delovnega in socialnega sodišča v Ljubljani, opr. št. Pdp 227/2012 z dne 06.09.2012. 
15 
 
izredne odpovedi pogodbe o zaposlitvi delavcu, ker je bilo ugotovljeno, da je na delovnem 
mestu blagajnika – receptorja vstope posameznih gostov evidentiral kot „gratis“, kljub temu pa 
je vstop gostu zaračunal, za kar ni izdal računa.  
 
Odločbe Informacijskega pooblaščenca glede uvedbe in izvajanja videonadzora47 se nanašajo 
na: 
a) prenehanje nezakonitega izvajanja videonadzora in odstranitev nameščenih naprav; 
b) ažuriranje vsebine kataloga zbirke osebnih podatkov o videonadzoru, ki je prijavljena v 
Registru zbirk osebnih podatkov, ki ga vodi Informacijski pooblaščenec; 
c) zagotovitev evidence pregledovanja osebnih podatkov iz zbirke osebnih podatkov, ki 
nastaja zaradi videonadzora in evidence posredovanja osebnih podatkov iz navedene 
zbirke osebnih podatkov uporabnikom osebnih podatkov; 
d) sprejem pisne odločitve o izvajanju videonadzora, v kateri morajo biti obrazloženi 
razlogi za uvedbo videonadzora in pisna obveščenost delavcev; 
e) namestitev opozorila o izvajanju videonadzora z navedbo informacij iz 3. odstavka 74. 
člena ZVOP-1; 
f) izbris vseh videoposnetkov, ki so nastali z izvajanjem videonadzora;  
g) zavarovanje dostopa do posnetkov videonadzornega sistema na način, da bodo 
pooblaščene osebe imele pravice dostopa vsaka s svojim uporabniškim imenom in 
geslom;  
h) za zbirko osebnih podatkov, ki nastaja zaradi videonadzora, zagotoviti katalog zbirke 
osebnih podatkov, iz katerega bodo razvidni podatki, ki jih taksativno določa 26. člen 
ZVOP-1 ter zagotoviti vnos zahtevanih podatkov v Register zbirk osebnih podatkov ;  
i) sklenitev pogodbe o pogodbeni obdelavi osebnih podatkov; 
j) določitev roka za izvršitev ukrepov, ki jih je informacijski pooblaščenec naložil 
delodajalcu, roka za obvestilo o odpravi nepravilnosti in zahteva po predložitvi dokazov 
o odpravi nepravilnosti. 
 
Nezakonito izvajanje videonadzora lahko izpolnjuje zakonske znake kaznivega dejanja 
neupravičenega slikovnega snemanja po 138. členu ali kaznivega dejanja zlorabe osebnih 
podatkov po 143. členu KZ-1. Na področju civilnega prava pa ima posameznik na voljo zahtevo 
za prenehanje s kršitvami osebnostnih pravic na podlagi 134. člena OZ. Z njo lahko od sodišča 
                                                          
47 Odločba Informacijskega pooblaščenca št. 0613-247/2016 z dne 20.01.2017, odločba št. 0613-117/2016 z dne 
17.01.2017, odločba št. 0612-148/2013 z dne 18.01.2016, odločba št. 0612-19/2012 z dne 11.01.2016, odločba št. 
0613-373/2014 z dne 27.02.2015 in odločba št. 0613-370/2012 z dne 16.02.2015. 
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ali drugega pristojnega organa zahteva, da odredi prenehanje dejanja, s katerim se krši 
nedotakljivost človekove osebnosti, osebnega in družinskega življenja ali kakšna druga 
osebnostna pravica, prepreči tako dejanje ali odstrani njihove posledice.48 V kolikor delavec z 
neupravičenim slikovnim snemanjem utrpi škodo lahko na podlagi 179. in 181. člena OZ proti 
povzročitelju naperi tudi odškodninski zahtevek.49 
 
5.2.3. Biometrija   
 
V 21. točki 6. člena ZVOP-1 so biometrične značilnosti opredeljene kot takšne telesne, 
fiziološke ter vedenjske značilnosti, ki jih imajo vsi posamezniki, so pa edinstvene in stalne za 
vsakega posameznika posebej in je možno z njimi določiti posameznika, zlasti z uporabo 
prstnega odtisa, posnetka papilarnih linij s prsta, šarenice, očesne mrežnice, obraza, ušesa, 
deoksiribonukleinske kisline ter značilne drže (eksemplifikativno naštevanje). Pomembno je, 
da je določen telesni (npr. prstni odtis, očesna mrežnica, DNK), fiziološki ali vedenjski (npr. 
govor, gibanje) podatek unikaten in za posameznika deluje kot »individualno geslo« ter s tem 
omogoča zanesljivost in točnost biometrijskih ukrepov. Biometrični podatki lahko o 
posameznikovem zdravstvenem stanju razkrijejo bistveno več, kot bi si ta oseba želela oziroma 
je pristala takrat, ko se je zbiranje izvedlo (npr. intonacija glasu). Zamisliti si je mogoče primer, 
ko delodajalec uvede kontrola vstopa v delovne prostore na podlagi biometričnih značilnosti 
glasu delavcev. Glas kot biometrični podatek se v tem primeru uporabi za preverjanje oziroma 
ugotavljanje identitete za namene vstopa v prostor. Predpostavimo, da delodajalec kasneje 
prične uporabljati tako zbrane biometrične podatke za preverjanje čustvenega stanja zaposlenih. 
Delodajalec lahko uporabi pridobljene biometrične podatke za namene, ki so v neskladju z 
nameni, zaradi katerih mu je bila uvedba biometričnih ukrepov dovoljena z odločbo 
Informacijskega pooblaščenca. V tem primeru bi prišlo do kršitve temeljenega načela, 
zapisanega v 16. členu ZVOP-1, ki določa, da se osebni podatki ne smejo nadalje obdelovati 
tako, da bi bila njihova obdelava v neskladju z nameni, zaradi katerih so se (prvotno) zbrali. 
Delodajalec bi s takim ravnanjem lahko obšel določbo 1. odstavka 79. člena ali 1. odstavka. 80. 
člena ZVOP-1, ki taksativno naštevata pogoje uvedbe biometrijskih ukrepov. Biometrijski 
ukrepi se uporabljajo zlasti na področju obrambe, varnosti in obveščevalnih dejavnosti države, 
v bančnem sektorju, pri upravljanju zaporov, kontroli vstopa v prostore, kjer se nahajajo tajni 
podatki in pri drugih dejavnostih. Prednosti biometrije so predvsem v njeni praktičnosti. Kartico 
                                                          
48 Povzeto po 1. odstavku 134. člena OZ.  
49 Mnenje Informacijskega pooblaščenca št. 0712-201/2006/2 z dne 18.10.2006, Aleksej Cvetko, Varovanje 




dostopa do prostorov lahko delavec izgubi, posodi ali mu je ukradena, »dostopna« gesla se 
lahko pozabijo ali nenamerno razkrijejo nepooblaščenim osebam. Vse navedeno bi 
biometričnim značilnostim težko pripisali, saj se ne morejo izgubiti ali pozabiti. Vendar tudi 
biometrične značilnosti niso nezmotljive. Zaradi tehnološkega napredka se upravičeno zastavlja 
vprašanje možnosti njihove reprodukcije.50 
 
Evropska komisija je leta 2005 podala priporočila za uporabo biometrije, ki opozarjajo na 
pomen jasno določenega namena uvedbe biometričnega ukrepa. Posameznik se mora zavedati 
pozitivnih in negativnih lastnosti biometrije. Biometrijski ukrepi naj prispevajo k višji ravni 
varstva zasebnosti posameznikov in s tem k zaupanju v njihovo uporabo. Ker tudi biometrijski 
ukrepi niso povsem točni in zanesljivi je treba sprejeti ustrezne ukrepe, ki bodo zagotavljali, da 
se raven varstva posameznika ne zmanjša na račun uvedenih biometrijskih ukrepov.51 
 
Splošno določbo o biometriji vsebuje 78. člen ZVOP-1, ki določa, da se z obdelavo 
biometričnih značilnosti ugotavljajo ali primerjajo lastnosti posameznika, tako da se lahko 
izvrši njegova identifikacija oziroma preveri njegova identiteta (biometrijski ukrepi) pod pogoji 
določb ZVOP-1.52 Zakon pod krovnim pojmom »biometrijski ukrepi« zajema postopek, s 
katerim se ugotavljajo lastnosti posameznika, tako da se lahko izvede njegova identifikacija in 
postopek, s katerim se primerjajo lastnosti posameznika, tako da se lahko preveri njegova 
identiteta oziroma istovetnost (preverjanje identitete oziroma avtentikacija). Za postopek 
identifikacije gre npr. pri iskanju storilcev kaznivih dejanj na podlagi prstnih odtisov. Podatki 
o prstnem odtisu, najdenem na kraju dejanja, se vnesejo v sistem, ki jih nato primerja z vsemi 
že prej shranjenimi podatki. Avtentikacija pa je postopek, s katerim se vzpostavi neka stopnja 
zaupanja glede resničnosti izjave, npr. nosilec kartice št. x ima dostop do prostorov, v katerih 
se hranijo tajni podatki. Oseba mora najprej sistemu sporočiti, za koga se izdaja. To stori npr. 
z brezkontaktno kartico ali z vnosom osebnega gesla in hkrati ponudi tudi svojo biometrično 
značilnost (npr. prstni odtis). 53 
 
5.2.3.1. Biometrijski ukrepi v javnem sektorju 
 
Subjekti, ki sodijo v javni sektor so opredeljeni v 22. točki 6. člena ZVOP-1.54 V skladu s 1. 
                                                          
50 https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Biometrija_-_smernice.pdf, str. 5 – 9. 
51 http://ftp.jrc.es/EURdoc/21585-ExeSumm.pdf, str. 2 in 3. 
52 Povzeto po 78. členu ZVOP-1. 
53 https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Biometrija_-_smernice.pdf, str. 6. 
54 Gre za državne organe, organe samoupravnih lokalnih skupnosti, nosilce javnih pooblastil, javne agencije, javne 
sklade, javne zavode, univerze, samostojne visokošolske zavode in samoupravne narodne skupnosti. 
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odstavkom 79. člena ZVOP-1 se lahko v javnem sektorju določi biometrijske ukrepe le z 
zakonom (npr. ZPLD-1), če je to nujno potrebno za varnost ljudi ali premoženja ali za varovanje 
tajnih podatkov ter poslovne skrivnosti, tega namena pa ni možno doseči z milejšimi sredstvi. 
Kumulativno morajo biti izpolnjeni trije pogoji – zakonska podlaga, taksativno določeni 
subjekti in objekti varstva, ki so enaki tistim iz 77. člena ZVOP-1 in načelo sorazmernosti. 
Uvedba biometrijskih ukrepov na podlagi osebne privolitve posameznika ali akta, ki je v 
hierarhiji pravnih aktov nižji od zakona v javnem sektorju zato ni mogoča. ZVOP-1 izjemoma 
dopušča, da biometrijske ukrepe določi tudi kakšen drug (specialni) zakon, če gre za 
izpolnjevanje obveznosti iz obvezujoče mednarodne pogodbe ali za identifikacijo 
posameznikov pri prehajanju državnih meja.55 Kumulativno morata biti izpolnjena dva pogoja 
– zakonska podlaga (specialni predpis) in taksativno določen namen.   
 
V javnem sektorju se lahko izjemoma uvedejo biometrijski ukrepi v zvezi z zaposlenimi, in 
sicer v zvezi z vstopom v stavbo ali dele stavbe in evidentiranjem prisotnosti zaposlenih na 
delu, ob smiselni uporabi 2., 3., in 4. odstavka 80. člena ZVOP-1.56 Pogoji za uvedbo so 
smiselno enaki kot za uvedbo biometrije nad zaposlenimu v zasebnem sektorju. Zaposleni v 
javnem sektorju so po ZVOP-1, z ozirom na 22. točko 6. člena, vsi javni uslužbeni po ZJU kot 
tudi funkcionarji, ki niso javni uslužbenci po ZJU in tudi nosilci javnih pooblastil, ki ne sodijo 
nujno v javni sketor po ZJU. Bistveno je, ali gre za osebo javnega sektorja po 22. točki 6. člena 
ZVOP-1. Delodajalec mora Informacijskemu pooblaščencu sporočiti opis nameravanih 
ukrepov in razloge za njihovo uvedbo. Obrazložiti mora za kakšen namen nujno potrebuje 
izvajanje biometrijskih ukrepov, pri čemer je omejen, saj lahko te ukrepe izvaja le v zvezi z 
vstopom v stavbo ali dele stavbe in evidentiranjem prisotnosti zaposlenih na delu.57 
 
5.2.3.2. Biometrijski ukrepi v zasebnem sektorju  
 
Subjekti, ki sodijo v zasebni sektor so opredeljeni v 23. točki 6. člena ZVOP-1.58 Za zasebni 
sektor so določeni strožji pogoji za izvajanje biometrijskih ukrepov, in sicer, lahko delodajalec 
v zasebnem sektorju te ukrepe izvaja le, če so nujno potrebni za opravljanje dejavnosti, za 
varnost ljudi ali premoženja ali za varovanje tajnih podatkov ali poslovne skrivnosti (pravne 
                                                          
55 Povzeto po 79. členu ZVOP-1. 
56 Povzeto po 81. členu ZVOP-1. 
57 Povzeto po Pirc Musar Nataša, Bien Karlovšek Sonja, Bogataj Jože, Prelesnik Mojca, Žaucer Alenka, Zakon o 
varstvu osebnih podatkov (ZVOP – 1) s komentarjem, GV založba, Ljubljana, 2006, str. 438 in 439. 
58 Gre za pravne in fizične osebe, ki opravljajo dejavnost po zakonu, ki ureja gospodarske družbe ali gospodarske 
javne službe ali obrt, in osebe zasebnega prava; zasebni sektor so javni gospodarski zavodi, javna podjetja in 




dobrine oziroma nameni) in le nad svojimi zaposlenimi, če so bili predhodno o tem pisno 
obveščeni.59 Nadzor nad spoštovanjem določbe o predhodnem pisnem obvestilu zaposlenih je 
predmet inšpekcijskega postopka in se izvede na podlagi prijave ali v okviru izvajanja 
preventivnega inšpekcijskega nadzora nad izvajanjem določb ZVOP-1. 
 
V primerjavi z biometrijskimi ukrepi v javnem sektorju se lahko biometrijski ukrepi v zasebnem 
sektorju uvedejo, četudi niso predpisani z zakonom. Nameni so določeni taksativno, pri čemer 
zakon dodatno navaja opravljanje dejavnosti. Biometrijski ukrepi se v zasebnem sektorju lahko 
uvedejo le, če so izpolnjeni pogoji iz 1. odstavka 80. člena ZVOP-1 in je uvedba biometrije 
nujno potrebna, ustrezna in po obsegu primerna glede na namene, za katere se lahko uvede.60  
 
Soglasje zaposlenih ne zadostuje za zakonito izvajanje biometrijskih ukrepov. Zaradi načela, 
da je v pravu varstva osebnih podatkov prepovedano vse, kar ni z zakonom izrecno dovoljeno 
– lahko delodajalec biometrijske ukrepe izvaja le nad svojimi zaposlenimi, ki so z njim sklenili 
pogodbo o zaposlitvi. Med zaposlene osebe se ne štejejo delavci, ki opravljajo delo preko 
študentskega servisa, na podlagi avtorske pogodbe ali drugih pogodb.61 
 
5.2.3.3. Vloga Informacijskega pooblaščenca  
 
Če izvajanje določenih biometrijskih ukrepov v zasebnem sektorju ni urejeno z zakonom, je 
upravljavec osebnih podatkov, ki namerava izvajati biometrijske ukrepe, dolžan pred uvedbo 
ukrepov posredovati Informacijskemu pooblaščencu opis nameravanih ukrepov in razloge za 
njihovo uvedbo. Slednji mora po prejemu posredovanih informacij v dveh mesecih odločiti, ali 
je nameravana uvedba biometrijskih ukrepov v skladu z določbami ZVOP-1, predvsem s pogoji 
iz 1. stavka 1. odstavka 80. člena ZVOP-1. Rok se lahko podaljša za največ en mesec, če bi 
uvajanje teh ukrepov prizadelo več kot 20 zaposlenih v osebi zasebnega sektorja, ali če 
reprezentativni sindikat pri delodajalcu zahteva sodelovanje v upravnem postopku. Delodajalec 
sme izvajati biometrijske ukrepe po prejemu (konstitutivne) odločbe državnega nadzornega 
organa, s katero je izvajanje biometrijskih ukrepov dovoljeno. Zoper to odločbo ni pritožbe, 
dovoljen pa je upravni spor.62  
 
                                                          
59 Povzeto po 80. členu ZVOP-1. 
60 Povzeto po Pirc Musar Nataša, Bien Karlovšek Sonja, Bogataj Jože, Prelesnik Mojca, Žaucer Alenka, Zakon o 
varstvu osebnih podatkov (ZVOP – 1) s komentarjem, GV založba, Ljubljana, 2006, str. 432 in 433. 
61 https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Biometrija_-_smernice.pdf, str. 11. 
62 Povzeto po Pirc Musar Nataša, Bien Karlovšek Sonja, Bogataj Jože, Prelesnik Mojca, Žaucer Alenka, Zakon o 
varstvu osebnih podatkov (ZVOP – 1) s komentarjem, GV založba, Ljubljana, 2006, str. 434 – 437. 
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Sodelovanje in pozitivna odločba Informacijskega pooblaščenca sta zaradi splošnih določb 
ZVOP-1 ključnega pomena za zakonito uvedbo biometrijskih ukrepov v zasebnem sektorju. 
Izvajanje biometrijskih ukrepov je namreč dovoljeno le v primeru, da nadzorni organ v 
upravnem postopku izda pozitivno odločbo. Informacijski pooblaščenec mora pri svojem 
odločanju v obzir vzeti tudi druge določbe in načela ZVOP-1 (predvsem načelo sorazmernosti). 
Določbo 2. odstavka 80. člena ZVOP-1 bi bilo morda v prihodnje smotrno ustrezno dopolniti 
oziroma spremeniti, saj iz nje izhaja, da je delodajalec dolžan Informacijskega pooblaščenca 
zgolj obvestiti o nameravani uvedbi biometrijskih ukrepov. Informacijski pooblaščenec v 
postopku odločanja izdaje odločbe ne izvaja inšpekcijskega nadzora, temveč v skladu z 
določbami ZUP odloča o upravni zadevi. Reprezentativni sindikat se upravnega postopka 
udeležuje kot stranski udeleženec, ki ima enake pravice in obveznosti kot stranka v postopku 
(npr. izpodbijanje odločbe Informacijskega pooblaščenca v upravnem sporu). Zakon tudi ne 
določa vpliva sodelovanja sindikata ob siceršnjem izpolnjevanju pogojev za uvedbo 
biometrijskih ukrepov niti ne razrešuje vprašanja, kako naj Informacijski pooblaščenec odloči, 
če sindikat z uvedbo biometrijskih ukrepov ne soglaša.  
 
Nameni delodajalca za uvedbo biometrijskih ukrepov v zasebnem sektorju morajo biti resni, 
utemeljeni, podprti z dokazi in ocenjeni z vidika nujnosti z namenom varovanja taksativno 
naštetih pravnih dobrin. Pred njihovo uvedbo mora delodajalec skrbno pretehtati, ali bi drug 
način preverjanja identitete, ki ne vključuje biometrije, zadovoljivo dosegel namen, ki ga 
zasleduje. Zakonodajalec je s takšno določbo sledil načelu sorazmernosti iz 3. člena ZVOP-1 
in ga konkretiziral glede obdelave biometričnih podatkov ter tako omejil možnosti prekomernih 
in neupravičenih posegov v zasebnost in dostojanstvo posameznika pri izvajanju biometrijskih 
ukrepov.63 Na spletni strani irskega nadzornega organa za varstvo osebnih podatkov je mogoče 
zaslediti t.i. Privacy Impact Assessment (PIA) oziroma oceno tveganja (glede uvedbe 
biometrijskih ukrepov), ki ga kot obvezen ukrep določa tudi GDPR.64 
 
Odločbe Informacijskega pooblaščenca glede uvedbe biometrijskih ukrepov, pod 
predpostavko, da vlagatelj izpolnjuje pogoje za uvedbe biometrijskih ukrepov po določbah 
ZVOP-1, se nanašajo na65: 
a) delno ugoditev zahtevi za izvajanje biometrijskih ukrepov zaradi zagotavljanja varnosti 
ljudi z uporabo biometričnih čitalnikov prstnih odtisov na vhodu v urgentno sobo in na 
                                                          
63 https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Biometrija_-_smernice.pdf, str. 9 in 10. 
64 https://www.dataprotection.ie/docs/Biometrics-in-the-workplace/244.htm. 
65 Odločba Informacijskega pooblaščenca št. 0600-4/2008/2 z dne 25.08.2009, št. 0600-3/2008/4 z dne 30.04.2008, 
št. št. 0600-12/2007/4 z dne 14.05.2007, št. 060-1/2006/158 z dne 05.06.2006. 
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vhodu v skladišče medicinske opreme, ki se nahajata na sedežu vlagatelja nad 
zaposlenimi zdravstvenimi delavci pri vlagatelju, ki imajo pooblastila za dostop do 
urgentne sobe oziroma nad zaposlenimi pri vlagatelju, ki imajo pooblastila za dostop do 
skladišča medicinske opreme. Zahteva je bila zavrnjena v delu, ki se je nanašal na osebe, 
ki niso zaposlene pri vlagatelju in v delu, ki se nanaša na zaposlene pri vlagatelji, ki ne 
sodijo v kategorijo zdravstvenih delavcev; 
b) ugoditev zahtevi za izvajanje biometrijskih ukrepov z namenom varovanja tajnih 
podatkov in varovanja poslovne skrivnosti z uporabo biometričnih čitalnikov prstnih 
odtisov nad zaposlenimi osebami pri vlagatelju, ki imajo pooblastila za dostop do 
prostorov, kjer se nahaja informacijsko-komunikacijska oprema za elektronsko hrambo;  
c) ugoditev zahtevi za izvajanje biometrijskih ukrepov s prepoznavo prstnih odtisov za 
vstop v trezorske prostore vlagatelja nad tistimi zaposlenimi pri vlagatelju, ki so 
pooblaščeni za dostop do trezorskih prostorov v kleti na sedežu vlagatelja.  
d) ugoditev zahtevi za izvajanje biometrične identifikacije z obdelavo prstnega odtisa nad 
tistimi zaposlenimi, ki vstopajo v varovano območje proizvodnje in personalizacije 
bančnih in drugih poslovnih kartic za vsesplošno uporabo.  
 
Zahtevo za izdajo bimetrijskih ukrepov pa je Informacijski pooblaščenec zavrnil v primeru66: 
a) ko vlagatelj ni izkazal nujnosti uvedbe biometrijskih ukrepov za opravljanje dejavnosti, 
za varnost ljudi ali premoženja ali za varovanje tajnih podatkov ali poslovne skrivnosti. 
Ekonomičnost in praktičnost nista kriterija, zaradi katerih bi bilo dovoljeno uvajanje 
biometrijskih ukrepov. Vlagatelj bi zasledovane cilje lahko dosegel z milejšimi ukrepi, 
ki manj posegajo v zasebnost zaposlenih. Nameravana uvedba biometrijskih ukrepov bi 
glede na namene pomenila prekomeren, nesorazmeren in ne nujno potreben poseg v 
zasebnost posameznika; 
b) izvajanja biometrijskih ukrepov izključno za namene evidentiranja delovnega časa, ker 
obstaja vrsta načinov, ko se to lahko doseže na manj vsiljiv način. 
 
Odločbe Informacijskega pooblaščenca se nanašajo tudi za prenehanje uporabe in odstranitev 
vseh biometričnih čitalcev, s katerimi se vodi evidenca prisotnosti na delu zaradi ugotovljenih 
nepravilnosti v zvezi z izvajanjem določb ZVOP-1, saj delodajalec ni pridobil dovoljenja 
Informacijskega pooblaščenca, kot to določa zakon. Državni nadzornik je ugotovil, da so bili 
čitalci nameščeni na vhodih v stavbe, skozi katere vstopajo tako zaposleni kot tudi pacienti, 
                                                          
66 Npr. odločba Informacijskega pooblaščenca št. 0600-37/2007/4 z dne 20.12.2007, št. št. 0600-35/2007/3 z dne 
25.10.2007, št. 060-1/2006/162 z dne 20.07.2006. 
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gostje in drugi obiskovalci, ki se s svojim vstopom ne rabijo evidentirati. Zaradi tega je sklenil, 
da biometrijski ukrepi v prostorih zavezanca ne služijo zagotavljanju zanesljive kontrole 
(vstopa in izstopa) v prostore z občutljivimi osebnimi podatki temveč zgolj in samo evidenci 
vodenja ur oziroma delovnega časa zaposlenih.67 
 
Obravnavnai primeri kažejo , da želijo delodajalci biometrijske ukrepe pogosto izvajati zgolj 
zaradi praktičnosti, ekonomičnosti ali ker želijo preprečiti zlorabe s posojanjem, izgubo ali 
krajo kartic, obenem pa ne izkažejo nujnosti uvedbe biometrijskih ukrepov za opravljanje 
dejavnosti, za varnost ljudi ali premoženja ali za varovanje tajnih podatkov ali poslovne 
skrivnosti. Pavšalno navajanje razlogov za uvedbo brez ustrezne utemeljitve in predložitve 
dokazov vodi do zavrnitve zahteve za izvajanje biometrijskih ukrepov.  
 
Nezavezujoča mnenja Informacijskega pooblaščeneca glede uvedbe biometrijskih ukrepov se 
nanašajo na68: 
a) uvedbo prstnega odtisa za vstop v zbornico. Kot razlog za uvedbo je bila navedena zgolj 
praktičnost takšnega vstopa, zato po mnenju Informacijskega pooblaščenca obstaja 
velika verjetnost, da uvedba biometrijskih ukrepov v danem primeru ne bi bila v skladu 
z načelom sorazmernosti; 
b) evidentiranje prihodov oziroma odhodov z dela s pomočjo čitalnika prstnih odtisov na 
podlagi soglasja zaposlenih v zasebnem sektorju. Zgolj soglasje zaposlenih ne zadostuje 
za zakonito izvajanje biometrijskih ukrepov; 
c) izvajanje biometrijskih ukrepov nad zaposlenimi izključno za namene evidentiranja 
delovnega časa bi glede na namene pomenilo prekomeren, nesorazmeren in ne nujno 
potreben poseg v zasebnost posameznika. 
 
5.2.3.4. Sodna praksa 
 
Iz izreka sodbe Upravnega sodišča RS69 izhaja, da razlog za uvedbo biometrijskih ukrepov ni 
utemeljen in tudi ne nujno potreben, če se zgolj zaradi priročnosti oziroma odsotnosti skrbi ali 
kot alternativno rešitev preprečitve vstopa nepooblaščenim osebam v prostor uvaja biometrijske 
ukrepe, saj jih v takem primeru ni mogoče opredeliti kot nujno potrebnih za dosego namenov.  
                                                          
67 Odločba Informacijskega pooblaščenca št. 0612-17/2006/4 z dne 28.11.2006. 
68 Odločba Informacijskega pooblaščenca št. 0712-1/2017/580 z dne 22.03.2017, št. 0712-220/2007/2 z dne 
23.02.2007, št. 0612-24/2006/2 z dne 25.07.2006. 
69 Sodba Upravnega sodišča RS, opr. št. I U 2216/2011 z dne 21.03.2013. 
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V predmetni zadevi je šlo za tožbo notarske pisarne zoper odločbo Informacijskega 
pooblaščenca o zavrnitvi zahteve za izdajo dovoljenja za uvedbo biometrijskih ukrepov. Eden 
izmed argumentov Informacijskega pooblaščenca je bila tudi navedba, da ima zloraba 
biometrijskih značilnosti večje posledice za posameznika kot zloraba ključev ali dostopnih 
kartic, ki se jih relativno enostavno lahko zamenja in prekliče, medtem ko novih biometrijskih 
značilnosti posamezniku praktično ni mogoče dodeliti oziroma je to težje izvedljivo.  
 
Upravno sodišče RS je tožbo kot neutemeljeno zavrnilo tudi v zadevi opr. št. I U 2216/2011 z 
dne 21.03.2013.70  Iz izreka izhaja, da je tožeča stranka sama navedla, da se strinja, da za samo 
prodajo športne opreme uvedba biometrijskih ukrepov ni nujno potrebna, temveč je kot razlog 
za uvedbo teh ukrepov navedla zahtevo krovne družbe iz tujine. Zahteva krovne družbe še ne 
pomeni, da opravljanja dejavnosti ni mogoče izvajati na drugačen način, kot da se zaposleni 
registrirajo s prstnimi odtisi. Pri presoji, kaj je nujno potrebno za opravljanje dejavnosti, za 
varnost ljudi ali premoženja ali za varovanje tajnih podatkov ali poslovne skrivnosti, je pravno 
relevantno dejstvo lahko samo to, ali so biometrijski ukrepi edini način, da se neka dejavnost 
sploh lahko opravlja oziroma ali je to neogibno potrebno za varnost ljudi ali premoženja ali za 
varovanje tajnih podatkov ali poslovne skrivnosti. Sodišče se je pri odločitvi oprlo tudi na 
argumentacijo Informacijskega pooblaščenca izvajanja biometrijskih ukrepov - argumentacija, 
da je izvajanje biometrijskih ukrepov nujno potrebno, ker to zahteva krovno podjetje, ni 
ustrezna. Krovna družba je pri postavljanju svojih zahtev dolžna upoštevati tudi zakonodajo RS 
in svoje zahteve prilagoditi tej zakonodaji. Spoštovanje nacionalne zakonodaje države, v kateri 
nek subjekt posluje, je eno od temeljnih pravil globalnega trga. Drugačna odločitev 
Informacijskega pooblaščenca bi v danem primeru lahko vodila tudi v neenako obravnavo, saj 
bi bilo ob enakem dejanskem stanju za samo odločitev odločilno dejstvo, ali je subjekt 





Področje varstva osebnih podatkov delavcev je specialno urejeno v zakonu, ki se nanaša na 
urejanje delovnih razmerij. Pravice in obveznosti delodajalca določa 28. člen ZDR-1, kateremu 
je zrcalna določba 29. člena ZDR-1, ki določa pravice in obveznosti kandidata:  
                                                          
70 Sodba Upravnega sodišča RS, opr. št. I U 1505/2012 z dne 24.03.2013. 
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 Od kandidata sme delodajalec zahtevati le predložitev dokazil o izpolnjevanju pogojev za 
opravljanje dela (1. odstavek 28. člena ZDR-1). 
 Od njega ne sme zahtevati podatkov o družinskem oziroma zakonskem stanu, o nosečnosti, 
o načrtovanju družine oziroma drugih podatkov, če niso v neposredni zvezi z delovnim 
razmerjem (2. odstavek 28. člena ZDR-1). Pogodbe o zaposlitvi tudi ne sme pogojevati s 
pridobitvijo teh podatkov kandidata ali z dodatnimi pogoji v zvezi s prepovedjo nosečnosti 
ali odlogom materinstva ali z vnaprejšnjim podpisom odpovedi pogodbe o zaposlitvi s strani 
delavca (3. odstavek 28. člena ZDR-1). Kandidat na vprašanja, ki niso v neposredni zvezi 
z delovnim razmerjem, ni dolžan odgovarjati (2. odstavek 29. člena ZDR-1).  
 Zakon delodajalcu dopušča možnost, da pri zaposlovanju preizkusi znanja oziroma 
sposobnosti kandidatov za opravljanje dela, za katero se sklepa pogodba o zaposlitvi (4. 
odstavek 28. člena ZDR-1). Zaradi ugotovitve kandidatove zdravstvene zmožnosti za 
opravljanje dela delodajalec na svoje stroške napoti kandidata na predhodni (preventivni) 
zdravstveni pregled v skladu s predpisi o varnosti in zdravju pri delu. (5. odstavek 28. člena 
ZDR-1). Preizkus znanja oziroma sposobnosti kandidata ali ugotovitev zdravstvene 
zmožnosti kandidata se ne sme nanašati na okoliščine, ki niso v neposredni zvezi z delom, 
za katerega se sklepa pogodba o zaposlitvi (6. odstavek 28. člena ZDR-1). Delodajalec je 
podlagi opravljenega preizkusa ali pregleda upravičen le do seznanitve z rezultati, ki so v 
neposredni zvezi z delom. Zato delodajalcu npr. ne sme biti posredovan rezultat o 
inteligenčnem kvocientu ali morebitnih boleznih oziroma o siceršnjem zdravstvenem stanju 
delavca.71  
 Delodajalec mora pred sklenitvijo pogodbe o zaposlitvi za nedoločen ali za določen čas 
kandidata seznaniti tudi z delom, pogoji dela ter pravicami in obveznostmi delavca in 
delodajalca, ki so povezane z opravljanjem dela, za katero se sklepa pogodba o zaposlitvi 
(7. odstavek 28. člena ZDR-1). Ta obveznost delodajalca je pomembna zato, da lahko 
kandidat izpolni svojo obveznost iz 1. odstavka 29. člena ZDR-1, in sicer je kandidat pri 
sklepanju pogodbe o zaposlitvi dolžan predložiti delodajalcu dokazila o izpolnjevanju 
pogojev za opravljanje dela in ga obvestiti o vseh njemu znanih dejstvih, pomembnih za 
delovno razmerje, kot tudi o njemu znanih drugih okoliščinah, ki ga kakorkoli onemogočajo 
ali bistveno omejujejo pri izvrševanju obveznosti iz pogodbe ali ki lahko ogrožajo življenje 
ali zdravje oseb, s katerimi pri izvrševanju svojih obveznosti prihaja v stik.72 
 
                                                          
71  Šetinc Tekavc, Martina, Kje so meje dopustnega nadzora delodajalcev nad delavci, Podjetje in delo, št. 6-7, 
2007, str 1247 in nasl. 
72 Povzeto po 28. in 29. členu ZDR-1. 
25 
 
V obdobju pred sklenitvijo pogodbe o zaposlitvi (pred nastankom delovnega razmerja) je 
kandidat (bodoči delavec) še posebej ranljiv, saj si prizadeva pridobiti zaposlitev in pri tem 
konkurira z drugimi kandidati. Zaposlitev mu omogoča eksistencialni obstoj in ekonomsko 
varnost zato je morda pripravljen dopustiti višjo stopnjo posega v svojo zasebnost in o sebi 
posredovati podatke, ki jih sicer ne bi razkril. Pomembno je, da se kandidat zaveda, da ima 
pravico odkloniti odgovor na vprašanje, ki se nanaša na njegovo zasebno življenje. Ta pravica 
lahko predstavlja »dvorezen meč«, saj je v praksi težavno dokazovati, da je bil kandidat zaradi 
uresničevanja te pravice diskriminiran (npr. z njim ni bila sklenjena pogodba o zaposlitvi). 
Delno korekcijo predstavlja določba 6. odstavka 6. člena ZDR-1, ki se nanaša na obrnjeno 
dokazno breme v primeru spora o domnevni diskriminaciji pri zaposlovanju. Ob navedenem pa 
je treba poudariti, da ima delodajalec v skladu s 24. členom ZDR-1, ob upoštevanju zakonskih 
prepovedi, pravico do proste odločitve, s katerim kandidatom, ki izpolnjuje pogoje za 
opravljanje dela, bo sklenil pogodbo o zaposlitvi. Neenakost moči se tako kaže že pred samo 
sklenitvijo delovnega razmerja, saj ima delodajalec možnost diskrecije, da s kandidatom 
pogodbe o zaposlitvi ne sklene, četudi mu slednji razkrije svoje najbolj intimne osebne podatke.  
ZDR-1 v 46. členu delodajalcu nalaga obveznost varovanja in spoštovanja delavčeve osebnosti 
ter upoštevanje in zaščito delavčeve zasebnosti, v 47. členu določa dolžnost varovanja 
dostojanstva delavca pri delu in v 48. členu varstvo delavčevih osebnih podatkov, ki se nanaša 
tudi na osebne podatke kandidatov.  
 
Osebni podatki delavcev se lahko zbirajo, obdelujejo, uporabljajo in posredujejo tretjim osebam 
samo, če je to določeno v določbah ZDR-1 ali z drugim zakonom ali če je to potrebno zaradi 
uresničevanja pravic in obveznosti iz delovnega razmerja ali v zvezi z delovnim razmerjem 
(generalna klavzula). Osebne podatke delavcev lahko zbira, obdeluje, uporablja in posreduje 
tretjim osebam samo delodajalec ali delavec, ki ga delodajalec za to posebej pooblasti. Osebni 
podatki delavcev, za zbiranje katerih ne obstoji več zakonska podlaga, se morajo takoj zbrisati 




Ta zakon definicijo delavca iz 1. odstavka 5. člena ZDR-1, kot fizične osebe, ki je v delovnem 
razmerju na podlagi sklenjene pogodbe o zaposlitvi, širi tudi na osebo, ki na kakršnikoli drugi 
pravni podlagi opravlja delo za delodajalca ali opravlja samostojno poklicno, kmetijsko ali 
                                                          
73 48. člen ZDR-1. 
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drugo dejavnost,in osebo, ki pri delodajalcu opravlja delo zaradi usposabljanja.74 Smiselno 
enako določbo vsebuje tudi 3. točka 3. člena ZVZD-1.75 
 
V skladu z 12. členom ZEPDSV, delodajalci vodijo naslednje evidence: 
a) evidenco o zaposlenih delavcih, ki se nanaša izključno na delavce, ki so v delovnem 
razmerju pri delodajalcu. Ta evidenca zajema podatke o delavcu, delovnem dovoljenju 
delavca, če gre za tujca, podatke o sklenjeni pogodbi o zaposlitvi, podatke o prenehanju 
pogodbe o zaposlitvi, pri čemer so vsi ti podatki v zakonu tudi taksativno našteti; 
b) evidenco o stroških dela, ki vključuje podatke o delavcu, podatke o plačah in 
nadomestilih plač, ki bremenijo delodajalca, podatke o stroških dela, podatke o 
zakonsko določenih prispevkih za socialno varnost za posameznega delavca;  
c) evidenco o izrabi delovnega časa in 
d) evidenco o oblikah reševanja kolektivnih delovnih sporov pri delodajalcu. 76 
 
Glede na določbe splošnega predpisa (ZVOP-1) in specialne določbe ZDR-1 in ZEPDSV, sme 
delodajalec zbirati, obdelovati, uporabljati in posredovati tretjim osebam osebne podatke 
delavcev samo, če za to obstoji v zakonu določen namen. Na ta način se izrazi načelo 
sorazmernosti iz 3. člena ZVOP-1, na podlagi katerega morajo biti osebni podatki, ki se 
obdelujejo ustrezni in po obsegu primerni glede na namene, za katere se zbirajo in nadalje 
obdelujejo. Dikcija 48. člena ZDR-1 načelo sroazmernosti utrjuje in dodatno kaže na njegov 
kvalitativi pomen z vidika varstva osebnih podatkov delavcev. Delodajalec lahko namreč izvaja 
navedene aktivnosti (zbiranje, obdelava, uporaba in posredovanje) le zaradi uresničevanja 
pravic in obveznosti iz delovnega razmerja ali v zvezi z njim, ne pa zaradi zasledovanja 
zasebnih interesov. Iz določbe 48. člena ZDR-1 in 12. člena ZEPDSV je zato mogoče izpeljati 
sklep, da lahko delodajalec zbira, obdeluje, uporablja in posreduje samo osebne podatke 
delavca, ki so določeni kot vsebina evidenc iz 12. člena ZEPDSV in v skladu z določbo 48. 




                                                          
74 Povzeto po 9. točki 2. člena ZEPDSV. 
75 »Kot delavec v smislu tega zakona se šteje tudi oseba, ki na kakršni koli drugi pravni podlagi opravlja delo za 
delodajalca ali oseba, ki pri delodajalcu opravlja delo zaradi usposabljanja.« 







ZVZD-1 pomeni konkretizacijo določb ZDR-1 (npr. 35. člena, ki določa spoštovanje predpisov 
o varnosti in zdravju pri delu in 47. člena ZDR-1, ki določa varovanje dostojanstva delavca pri 
delu). V določbi 51. člena ZVZD-1 izrecno določa prepoved dela pod vplivom alkohola, drog 
in drugih substanc. Delavec na delovnem mestu ne sme biti ali delati pod vplivom navedenih 
substanc ali pod vplivom zdravil, ki lahko vplivajo na psihofizične sposobnosti, na tistih 
delovnih mestih, na katerih je zaradi večje nevarnosti za nezgode pri delu tako določeno z izjavo 
o varnosti z oceno tveganja. Ugotavljanje odsotnosti navedenih substanc delodajalec predpiše 
in zagotavlja po postopku in na način, določen z internim aktom, s katerim mora delavce 
vnaprej seznaniti. Delavca, ki na delovnem mestu dela ali je delal pod vplivom prepovedanih 
substanc mora delodajalec odstraniti z dela, delovnega mesta in delovnega procesa, saj s tem 
zagotavlja varnost drugih udeležencev delovnega procesa.78 V kolikor tega ne stori se šteje, da 




6. ZBIRANJE DELAVČEVIH OSEBNIH PODATKOV 
 
Digitalna doba delodajalcu omogoča vse obsežnejši, enostavnejši  in ekonomsko prijaznejši 
nadzor in zbiranje osebnih podatkov delavcev. Delodajalec kot lastnik delovnih sredstev želi 
zagotavljati njihovo zakonito rabo, zaščititi svojo lastnino, zagotoviti racionalno izrabo 
delovnega časa, optimizirati delovni proces (ga poenostaviti, pospešiti oziroma nadgraditi), 
spremljati in ugotavljati delovno uspešnost svojega kadra (zaradi nagrajevanja ali 
disciplinskega sankcioniranja)79, zagotavljati varnost in zdravje pri delu, sprejemati preventivne 
ukrepe pred zlorabami oziroma zasledovati druge pomembne delovnopravne cilje. V ta namen 
vpeljuje različne načine nadzorovanja (npr. kartica za odčitavanje prihoda in odhoda delavca) 
oziroma zbiranje osebnih podatkov delavcev.  
 
 
                                                          
78 Povzeto po 51. členu ZVZD-1. 
79 Pri napakah delavca gre denimo za podatke, ki jih delodajalec potrebuje za uresničevanje pravic in obveznosti 
iz delovnega razmerja ali v zvezi z delovnim razmerjem. Upravičen je spremljati delo zaposlenih in s tem podatke 
o napakah pri izpolnjevanju delovnih obveznosti, saj lahko na podlagi teh podatkov določa npr. nagrade in izreka 
disciplinske sankcije. Mnenje Informacijskega pooblaščenca št. 0712-164/2006/2 z dne 13.09.2006. 
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6.1. Psihološko testiranje  
 
Delodajalec lahko pred začetekom delovnega razmerja v skladu z 4. odstavkom v povezavi s 6. 
odstavkom 28. člena ZDR-1 opravi preizkus znanja in sposobnosti kandidatov za opravljanje 
dela, za katero se sklepa pogodbi o zaposlitvi (testiranje kandidata). Strokovno institucijo lahko 
zaprosi, da opravi testiranje kandidatov, ki bo pokazalo kateri izmed njih ima ustrezne 
osebnostne lastnosti (npr. samoiniciativnost, odgovornost, sposobnost timskega dela) za 
zasedbo prostega delovnega mesta. Delodajalec je upravičen zgolj do informacije o tem, ali 
kandidat ustreza razpisanim zahtevam ali ne, ne pa do rezultatov (odgovorov) na posamezna 
vprašanja80, medtem ko ima kandidat pravico do vpogleda v rezultate opravljenega testa. 
 
Psihometrično testiranje lahko delodajalec opravi tudi v času trajanja delovnega razmerja 
znotraj okvira, ki ga določa 1. odstavek 48. člena ZDR-1 (testiranje delavca). Zamisliti si je 
mogoče primer, ko ima delodajalec »priložnost« sodelovati na »projektu«, katerega uspešnost 
je v veliki meri odvisna od usklajenega dela delavcev. V ta namen najame strokovno 
usposobljeno osebo, da opravi psihološko testiranje in analizo ter poda mnenje o tem, kateri 
izmed delavcev so za bodoči projekt (osebnostno) najbolj primerni.  
 
V zvezi z opravljenimi psihološkimi testi se, ne glede na to v katerem časovnem trenutku (pred 
ali med delovnim razmerjem) so izvedeni, pojavi upravičen pomislek o količini, kvaliteti in 
nadzoru nad posredovanimi rezultati psihološkega testiranja v primeru, da delodajalca in 
izvajalca psihometričnega testiranja veže osebno poznanstvo . Psiholog mora sicer pri svojem 
delu spoštovati določbe Kodeksa poklicne etike psihologov Slovenije.81  
V povezavi s psihometričnimi testi je treba omeniti mnenje Informacijskega pooblaščenca o 
izvajanju tovrstnih testov »na zalogo«. Pogoji dopustnosti izvedbe tovrstnih testov so v ZDR-
1 jasno določeni in ne dopuščajo izvajanje psiholoških testov » na zalogo« (ko npr. niso znani 




                                                          
80https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_-_Varstvo_OP_v_delovnih_razmerjih.pdf, 
str. 10 
81 Pomembne so predvsem določbe o zasebnosti in zaupnosti, ki se nanašajo na načelo poklicne tajnosti, 
spoštovanje zasebnosti obravnavanca, osebno odgovornost in varno in zaupno shranjevanje in uporabo podatkov.  
82 Mnenje Informacijskega št. 0712-1/2016/464 z dne 24.02.2016. 
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6.2. Kontaktni podatki delavca 
 
Evidenca o zaposlenih delavcih iz 13. člena ZEPDSV ne vključuje podatka o delavčevi zasebni 
telefonski številki ali njegovem elektronskem naslovu. Zakon navedena osebna podatka delavca 
označuje za podatka, ki sodita v zasebno sfero delavca, zato je njuno zbiranje mogoče le na 
podlagi privolitve delavca.  
 
Mobilni telefoni, tablični računalniki in drugi (uporabni) tehnološki predmeti so postali stalnica 
vsakdana subjektov delovnega razmerja in omogočajo dosegljivost uporabnika praktično na 
vsakem koraku. Brišejo se meje med službenim in zasebnim življenjem, saj ljudje vedno več 
časa preživijo na delovnem mestu. V sodobnem delovnem procesu, ki je zaznamovan z 
bliskovitim razvojem in dnevno uporabo tehnoloških inovacij je odzivnost zaposlenih na 
določenih delovnih mestih lahko ključnega pomena. Primeroma se navaja IT-sektor, saj lahko 
nedelovanje digitalnih tehnologij (npr. motnje v delovanju informacijskega sistema) ovira 
nemoten potek delovnega procesa. Delodajalci se zato z delavci podjetja, ki za digitalne 
tehnologije skrbijo pogosto dogovorijo za izmenjavo zasebne telefonske številke (ali 
elektronskega naslova) zaradi učinkovitega ukrepanja v primeru zapletov.  
 
6.3. Potrdilo iz kazenske evidence 
 
Glede na določbe 1. odstavka in 7. odstavka 28. člena ZDR-1 in 1. odstavek 29. člena ZDR-1 
mora delodajalec nekaznovanost posameznika opredeliti kot pogoj za zasedbo delovnega 
mesta. Upoštevati je treba tudi določbo 1. odstavka 48. člena ZDR-1. Delodajalec mora pri 
določanju delovnih mest, za katera se kot pogoj za zaposlitev zahteva nekaznovanost, 
upoštevati načelo sorazmernosti in kot taka opredeliti le tista delovna mesta, pri katerih obstaja 
npr. povečano tveganje za oškodovanje premoženja delodajalca (npr. gotovinsko poslovanje) 
ali kadar npr. želi delodajalec zapolniti prosto delovno mesto učitelja in kot pogoj za zasedbo 
delovnega mesta navedene posredovanje potrdila o nekaznovanosti npr. zaradi kaznivega 
dejanja po 173. členu KZ-1. 83  
 
Pridobitev potrdila o nekaznovanosti od delavcev, ki so pri delodajalcu že zaposleni, lahko 
utemeljuje okoliščina spremembe sistemizacije za konkretno delovno mesto ali zakonska 
zahteva za opravljanje dela na konkretnem delovnem mestu (npr. obravnava tajnih podatkov). 





Upravičeno se zato zastavlja vprašanje, kako naj delodajalec ukrepa v primeru, če delavec 
zahtevi po posredovanju potrdila o nekaznovanosti ne ugodi. V poštev lahko pride premestitev 
na drugo delovno mesto in v skrajnih primerih tudi odpoved delovnega razmerja, saj je 
pridobljeno potrdilo o nekaznovanosti (lahko) za določena delovna mesta bistvenega pomena 
za obstoj delovnega razmerja.84 Informacijski pooblaščenec zastopa stališče, da ne obstoji 
zakonska podlaga, ki bi delodajalcu na podlagi pooblastila kandidata in v njegovem imenu, 
dovoljevala pridobivanje podatkov iz kazenske evidence.85  
 
6.4. Vozniško dovoljenje 
 
Zaradi kršitve cestnoprometnih predpisov je lahko delavcu npr. začasno odvzeto vozniško 
dovoljenje, lahko gre tudi za omejitev vozniškega dovoljenja iz zdravstvenih razlogov po 1. 
odstavku 63. člena ZVoz-1 ali za izvrševanje varnostnega ukrepa odvzema vozniškega 
dovoljenja po 72. členu KZ-1. V 36. členu ZDR-1 je določena obveznost obveščanja – delavec 
mora delodajalca obveščati o bistvenih okoliščinah, ki vplivajo oziroma bi lahko vplivale na 
izpolnjevanje njegovih pogodbenih obveznosti, in o vseh spremembah podatkov, ki vplivajo na 
izpolnjevanje pravic iz delovnega razmerja. Od delavcev, ki opravljajo delo na delovnem mestu 
za zasedbo katerega se zahteva opravljen vozniški izpit in delavcev, ki v okviru dela uporabljajo 
vozilo delodajalca (službeno vozilo), lahko delodajalec v skladu z omenjeno določbo ZDR-1 
zahteva podatek o veljavnem vozniškem dovoljenju. Delavec lahko v skladu z dogovorom 
uporablja lastno vozilo za službene namene, vendar tudi v tem primeru obstoji obveznost 
obveščanja po ZDR-1.86  
 
6.5. Podatki o plači pri prejšnjem delodajalcu 
 
Z obveznim zavarovanjem se zavarovanim osebam zagotavlja nadomestilo plače med začasno 
zadržanostjo od dela (13. člen ZZVZZ). Osnova za nadomestilo je povprečna mesečna plača in 
nadomestila oziroma povprečna osnova za plačilo prispevkov v koledarskem letu pred letom, 
v katerem je nastala začasna zadržanost od dela (31. člen ZZVZZ). Delodajalec v primeru 
začasne nezmožnosti za delo delavca zaradi poklicne bolezni ali poškodbe pri delu izplačuje 
delavcu nadomestilo plače iz lastnih sredstev do 30 delovnih dni, v času daljše odsotnosti pa v 
                                                          
84https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_-_Varstvo_OP_v_delovnih_razmerjih.pdf, 
str. 9 





breme zdravstvenega zavarovanja (137. člen ZDR-1). Relevatno za posredovanje informacije 
o plači pri bivšem delodajalcu je vprašanje, kdo mora zagotoviti nadomestilo plače. V kolikor 
je to obstoječi delodajalec, mora za izračuna nadomestila razpolagati z ustreznimi podatki. V 
pomoč mu je lahko obrazec ER-28 (obrazec ER-28 ni niti predpisan niti obvezen vendar je 
njegova uporaba v praksi precej ustaljena), ki vsebuje podatke o številu opravljenih ur delavca 
in višino njegovih bruto prejemkov v preteklem letu.87 Na podlagi pridobljenih podatkov lahko 
opravi pravilen izračun nadomestila plače zaradi bolniške odsotnosti. Za namen izračuna 
nadomestila plače lahko prejšnji delodajalec izda potrdilo o bruto plači zaposlenega in številu 
opravljenih ur. Strinjati se je zato mogoče z mnenjem Informacijskega pooblaščenca, da je 
delodajalec do podatka o plači pri prejšnjem delodajalcu upravičen šele v primeru, ko nastopijo 
ustrezne okoliščine (zagotavljanje nadomestila plače zaradi začasne zadržanosti od dela).88  
 
6.6. Kopije dokumentov in drugih listin 
 
Pogoje kopiranja osebne izkaznice in prepoved hrambe kopije v elektronski obliki določa 4. 
člen ZOIzk-1. Smiselno enako za potne listine določa 4.a. člen ZPLD-1. Delodajalec kot mora 
imeti za kopiranje osebne izkaznice ali potne listine zakonsko podlago (1. odstavek 4. člena 
ZOIzk-1, 1. odstavek 4.a člena ZPLD-1). Imetnik osebne izkaznice ali potne listine (delavec) 
lahko poda pisno privolitev za njeno kopiranje vendar le za vnaprej določene namene (3. 
odstavek 4. člena ZOIzk-1, 3. odstavek 4.a člena. ZPLD-1).89 ZOIzk-1 in ZPLD-1 določata 
tudi, da je, kadar je to potrebno, dovoljen prepis osebnih podatkov z osebne izkaznice ali potne 
listine, pri čemer mora imeti delodajalec za obdelavo prepisanih osebnih podatkov pravno 
podlago (npr. priprava pogodbe o zaposlitvi). Delodajalec v skladu z 21. členom ZVOP-1 nima 
pravne podlage za hrambo kopij osebnih dokumentov, ko je namen, zaradi katerega je 
dokumente kopiral, enkrat dosežen. Na podlagi določbe 2. odstavka 18. člena ZVOP-1 lahko 
pred vnosov v zbirko osebnih podatkov preveri točnost podatkov z vpogledom v osebni 
dokument ali drugo ustrezno javno listino posameznika. Številka in podatek o vrsti osebnega 
dokumenta sta določena kot sestavni del zbirke osebnih podatkov v okviru dostopa v uradne 
službene oziroma poslovne prostore (4. odstavek 75. člena ZVOP-1), lahko pa sta navedena 
podatka tudi del evidence vstopov in izstopov iz prostorov na podlagi 2. odstavka 82. člena 
ZVOP-1. Po mnenju Informacijskega pooblaščenca pridobivanje kopij potrdila o davčni 
številki in kopij bančne kartice delavca ne pomeni kršitve ZVOP-1, če delavec s tem soglaša. 
                                                          
87 Mnenje Informacijskega pooblaščenca št. 0712-1/2016/441 z dne 22.02.2016. 
88https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_-_Varstvo_OP_v_delovnih_razmerjih.pdf, 
str. 9 
89 Povzeto po 4. členu ZOIzk-1 in 4.a člena ZPLD-1. 
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V praksi delodajalec z informacijo o davčni številki in številki transakcijskega računa navadno 
že razpolaga, saj sta v večini primerov številki navedeni že v pogodbi o zaposlitvi.90  
 
V zvezi s kopijo izpisa iz matičnega registra rojstev je treba povezovati 48. člen in 159. člen 
ZDR-1. V 159. členu ZDR-1 je namreč določeno, da ima delavec pravico do enega dodatnega 
dneva letnega dopusta za vsakega otroka, ki še ni dopolnil 15 let. Delavec bo za namen 
uveljavljanja te pravice moral delodajalcu posredovati osebne podatke otrok - gre za 
uresničevanje pravic in obveznosti iz delovnega razmerja oziroma v zvezi z njim. Po mnenju 
Informacijskega pooblaščenca ni sporno, da delavec za namen uveljavljanja te pravice 
delodajalcu sicer predloži izpisek, vendar na njem zakrije vse osebne podatke razen svojega in 
otrokovega imena in priimka ter datuma otrokovega rojstva.91  
 
6.7. Prehrana delavca  
 
Nekatere kolektivne pogodbe (npr. Kolektivna pogodba za kovinsko industrijo Slovenije v 50. 
členu in Kolektivna pogodba dejavnosti bančništva Slovenije v 75. členu) določajo obveznost 
delodajalca zagotoviti delavcu brezplačen topel obrok oziroma povračilo stroškov prehrane 
med delom v primeru, da delavec zaradi utemeljenih zdravstvenih razlogov toplega obroka ne 
more uživati. V prvem primeru je smotrno, da delodajalec razpolaga s podatkom o hrani, katero 
sme delavec konzumirati. Od delavca je upravičen zahtevati zdravniško potrdilo, ki vsebuje 
morebitne zdravstvene omejitve pri prehrani delavca. Delodajalec pa ni upravičen do diagnoze 
delavca, iz katere morda izhajajo omejitve pri prehranjevanju, saj se lahko diagnoza nanaša npr. 
na zdravstvene podatke delavca ali pa omogoča sklepanje na zdravstvene težave delavca, ki 
lahko vodijo do neugodnih posledic za delavca.92  
 
6.8. Fotografiranje  
 
V zvezi s fotografiranjem delavcev se je treba opreti na določbo 48. člena ZDR-1.  Ta ukrep bi 
prišel v poštev npr. pri nadzoru izpolnjevanja pogodbenih obveznosti v nočni izmeni 
(fotografiran bi bil speč delavec), saj bi s tem delodajalec ščitil svoje pravice, ki izhajajo iz 
delovnopravne pogodbe. Zbrane osebne podatke (fotografije posameznega delavca) lahko 









delodajalec v skladu z načelom sorazmernosti in na podlagi 48. člena ZDR-1 zbira, obdeluje in 
hrani samo za namen disciplinskega postopka ali dokazovanja v delovnem sporu in le dokler 
tovrstni postopki trajajo. Generalno gledano obstoječa zakonodaja delodajalcu ne dopušča 
splošne pravice fotografiranja delavcev, razen v primeru delavčeve privolitve.93  
 
6.9. Članstvo v sindikatu 
 
Za pravilen obračun sindikalne članarine določenega delavca mora delodajalec razpolagati s 
podatkom, v kateri sindikat je delavec včlanjen. Delavec lahko sindikalno članarino plačuje 
sindikatu neposredno sam ali pa njeno plačilo zagotavlja delodajalec. V slednjem primeru je 
delodajalec zgolj pogodbeni obdelovalec v skladu z 7. točko 6. člena ZVOP-1, upravljavec 
zbirke osebnih podatkov delavcev v zvezi z nakazili sindikalne članarine pa je sindikat. Sindikat 
mora torej pridobiti ustrezne osebne privolitve svojih članov za izvajanje plačila članarine preko 
delodajalca. Delodajalec nima pravne podlage, da bi od delavcev pridobival podatek o tem, ali 
so včlanjeni v sindikat ali ne in v katerega, ter tudi nima pravne podlage, da bi od delavcev 
pridobival te podatke za namen obračunavanja in plačevanja sindikalne članarine, saj lahko 
obdeluje le tiste osebne podatke, ki jih dobi od sindikata.94 Delodajalec je v skladu z določbo 
203. člena ZDR-1 dolžan sindikatu posredovati oziroma mu omogočiti dostop do podatkov, da 
slednji lahko opravlja svojo funkcijo. Okoliščine vsakega konkretnega primera naj bodo zato 
podlaga za to, da se določi obseg podatkov, do katerih bo sindikatu kasneje omogočen dostop 




Informacijski pooblaščenec je v svojih smernicah96 z namenom olajšanja razumevanja 
obravnavane problematike navedel primere (ne)dopustnega zbiranja osebnih podatkov 
delavcev. Delodajalec lahko o delavcu vedno zbira EMŠO, davčno številko, naslov 
prebivališča, razlog bolniške odsotnosti in režim gibanja v času bolniške odsotnosti pravno 
                                                          
93https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_-_Varstvo_OP_v_delovnih_razmerjih.pdf, 
str. 12 in 13. 
94 Mnenje Informacijskega pooblaščenca št. 0712-1/2011/3708 z dne 06.01.2012. 
95https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_-_Varstvo_OP_v_delovnih_razmerjih.pdf, 








podlago za njihovo pridobivanje predstavlja 1. odstavek 48. člen ZDR-1. Nikoli pa ne sme 
zbirati podatka o narodnosti, načrtovanju nosečnosti, diagnozi bolezni ali poškodbe. V kolikor 
delodajalec izkaže, da določen osebni podatek potrebuje lahko o delavci zbira podatek o (dietni) 
prehrani, številki oblačil in obutve, fotografijo, potrdilo o nekaznovanosti, podatke o 
zakonskem stanju, partnerju in otrocih. Privolitev delavca pa je lahko pravna podlaga za 




7. IZOBRAZBA IN OBJAVA PODATKOV NA SPLETNI STRANI 
DELODAJALCA 
 
Pogoj v zvezi z uresničevanjem pravic in obveznosti iz delovnega razmerja ali v zvezi z njim 
iz 48. člena ZDR-1 je izpolnjen v primeru, da se na intranetu (notranjem spletišču delodajalca), 
do katerega imajo načeloma dostop le njegovi zaposleni, objavi osebno ime, delovno mesto in 
službeni kontaktni podatki delavca (npr. stacionarna in/ali mobilna telefonska številka, e-pošta). 
Objava teh podatkov znotraj družbe lahko pripomore k nemotenemu izvajanju delovnega 
procesa, saj so delavcem dostopni kontaktni podatki drugih zaposlenih pri istem delodajalcu.  
 
Fotografija posameznega delavca načeloma ne zadosti pogojem iz 48. člena ZDR-1. Delavec 
lahko objavo lastne fotografije na internem spletišču delodajalca prepove ali pa poda soglasje 
za objavo. Informacijski pooblaščenec v enemu izmed mnenj97 navaja poklic fotomodela kot 
primer, ki zadosti pogojem iz 48. člena ZDR-1, obenem pa poudari, da mora delodajalec 
natančno obrazložiti oziroma izkazati, zakaj želi fotografijo delavca objaviti.  
 
Pri objavi delavčevih podatkov na spletni strani delodajalca je veljavna zakonodaja bolj 
restriktivna. Pravno podlago za objavo predstavljata 106. člen ZVOP-1 in 48. člen ZDR-1. 
Delodajalec lahko na svoji spletni strani javnosti posreduje in javno objavi osebno ime, naziv 
ali funkcijo, službeno telefonsko številko in naslov službene elektronske pošte (vrste osebnih 
podatkov) predstojnika in tistih zaposlenih, katerih delo je pomembno zaradi poslovanja s 
strankami oziroma uporabniki storitev, do uveljavitve posebnega zakona, ki bo uredil ta 
vprašanja (2. odstavek 106. člena ZVOP-1). Pomembna je narava dela, ki ga delavec opravlja. 
Primer uporabe te zakonske določbe je npr. navedba osebnih imen, funkcij in službene 
                                                          
97 Mnenje št. 0712-967/2007/2 z  dne 05.11.2007. 
35 
 
telefonske številke odgovornih oseb oddelkov na spletni strani farmacevtske družbe Lek d.d..98 
Odvetniške pisarne denimo poleg zgoraj navedenih podatkov na svojih spletnih straneh pogosto 
objavijo tudi podatke o izobrazbi in znanju tujih jezikov zaposlenih. Po mnenju Informacijskega 
pooblaščenca mora za objavo fotografij zaposlenih delodajalec pridobiti osebno privolitev 
vsakega posameznika posebej, pri čemer delavčeva odklonitev privolitve za objavo njegove 
fotografije ne more imeti negativnih posledic za njegovo delovno razmerje. 99 
 
 
8. ZDRAVSTVENI PODATKI IN KONTROLA BOLNIŠKEGA 
STALEŽA 
 
Na podlagi 183. člena ZDR-1 je delavcu zagotovljeno varstvo podatkov v zvezi z nosečnostjo, 
saj delodajalec v času trajanja delovnega razmerja od delavca ne sme zahtevati ali iskati 
podatkov o nosečnosti delavke, razen v kolikor to sama dovoli zaradi uveljavljanja pravic v 
času nosečnosti. Delavka bo torej morala, v kolikor bo želela uživati zakonsko varstvo, 
delodajalcu podatek o nosečnosti razkriti.100 
 
Delodajalec v okviru preventivnega zdravstvenega pregleda101, opravljenega na podlagi 5. 
odstavka 28. člena ZDR-1 ni upravičen do seznanitve o vrsti bolezni, diagnozi ali do drugih 
zdravstvenih podatkov pregledanega delavca. Upravičen pa je preverjati utemeljenost in 
upravičenost odsotnosti z delovnega mesta zaradi npr. bolniškega staleža in se pri tem seznaniti 
z režimom gibanja delavca. V zvezi s tem je treba opozoriti tudi na določbi 4. alineje102 in 8. 
alineje103 1. odstavka 110. člena ZDR-1, ki določata enega izmed razlogov na strani delavca, 
zaradi katerega lahko delodajalec delavcu izredno odpove pogodbi o zaposlitvi. Delodajalcu 
lahko zdravnik posreduje podatek o upravičeni oziroma neupravičeni zadržanosti delavca z 
delovnega mesta, razlog (npr. poškodba pri delu ali izven dela, bolezen, saj ta podatek potrebuje 
za obračun nadomestila plače) in predviden čas trajanja odsotnosti, da lahko delodajalec 
                                                          
98 Podatki o zaposlenih so dostopni na http://www.lek.si/sl/o-nas/predstavitev-druzbe/odgovorne-osebe/. 
99 Mnenje št. 0712-2/2010/1764 z dne 13.10.2010. 
100 Povzeto po 183. členu ZDR-1. 
101 Danska zakonodaja vsebuje denimo specialno zakonodajo o obdelavi medicinskih podatkov delavcev v 
povezavi z zdravstvenimi pregledi.  
102 »če delavec najmanj pet dni zaporedoma ne pride na delo, o razlogih za svojo odsotnost pa ne obvesti 
delodajalca, čeprav bi to moral in mogel storiti«. 
103 »če delavec v času odsotnosti z dela zaradi bolezni ali poškodbe ne spoštuje navodil pristojnega zdravnika, 
imenovanega zdravnika ali zdravstvene komisije ali če v tem času opravlja pridobitno delo ali brez odobritve 
pristojnega zdravnika, imenovanega zdravnika ali zdravstvene komisije odpotuje iz kraja svojega bivanja«. 
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zagotovi nadomeščanje odsotnega delavca oziroma ustrezno organizira delovni proces.104  
Zdravnika na podlagi 51. člena ZZdrS zavezuje poklicna molčečnost, zato je treba posredovanje 
osebnih podatkov delavca kot pacienta delodajalcu presojati tudi v luči načela sorazmernosti in 
generalne klavzule. Zamisliti si je mogoče primer ko delodajalec npr. s pomočjo zasebnega 
detektiva ali osebe, zaposlene pri delodajalcu, ki preverja delavčevo upoštevanje navodil 
zdravstvenega osebja (npr. zdravnik delavcu predpiše počitek in zadrževanje v kraju bivanja 
zaradi pogostih kontrolnih pregledov) ugotovi, da delavec bolniški stalež «izrablja« za 
opravljanje konkurenčne pridobitne dejavnosti ali zapusti kraj bivanja kljub neodobritvi s strani 
zdravstvenega osebja. Delodajalci se največkrat poslužijo pomoči detektiva, saj v skladu z 9. 
točko 2. odstavka 26. člena ZDD-1 v detektivovo delovno področje sodi tudi pridobivanje 
informacij o zlorabah pravice do zadržanosti z dela zaradi bolezni ali poškodbe, o zlorabah 
uveljavljanja pravice do povračila stroškov prevoza na delo in z dela, dela pod vplivom alkohola 
ali prepovedanih drog ter o drugih disciplinskih kršitvah in kršilcih.105 
 
Sodobna tehnologija vsem, ki imajo dostop do interneta, omogoča spremljanje in udejstvovanje 
na socialnih omrežjih, zato se postavi vprašanje, ali lahko delodajalec na njih pridobi podatek 
o kršitvi bolniškega staleža. Po mnenju Informacijskega pooblaščenca pridobitev osebnih 
podatkov (npr. fotografije delavca izven kraja bivanja) iz javno dostopnih virov z vpogledom v 
javno dostopni profil in zabeležko o tem, ne pomeni kršitve določb ZVOP-1. Pooblaščenec pa 
na istem mestu tudi utemeljeno opozarja, da dejstvo javne dostopnosti določenih osebnih 
podatkov, še ne pomeni, da se lahko ti podatki uporabljajo za kakršen koli namen.106 
 
 
9. DELOVNA SREDSTVA  
 
Uporabi delovnih sredstev, med katera sodijo stacionarni, prenosni ali tablični računalniki, 
večnamenske naprave za fotokopiranje in skeniranje, (službeni) telefoni in vozila ter druge 
naprave, ki so v lasti delodajalca, se je na delovnem mestu težko izogniti. Nehumano bi bilo 
pričakovati, da delavec delovnih sredstev v delovnem času nikoli ne bo uporabljal za zasebne 
namene. Ob tem je treba izpostaviti, da na nacionalni ravni v obstoječi zakonodaji (še) ni 
zakonskega predpisa, ki bi (celovito) urejal področje delovnih sredstev.  
                                                          
104https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_-_Varstvo_OP_v_delovnih_razmerjih.pdf, 
str. 20. 
105 Povzeto po 9. točki 2. odstavka 26. člena ZDD-1, Tičar, Luka: Varstvo osebnih podatkov in zasebnosti v delovni 





Zaradi pomena nadzora delovnih sredstev z vidika varstva osebnih podatkov delavcev je iz 
prakse Informacijskega pooblaščenca mogoče izpeljati nekaj temeljnih izhodišč107: 
a) Zaradi kolizije lastninske pravice in pravice do zasebnosti je treba v »in casu« primeru 
poiskati ustrezno ravnovesje med njima in pri tem upoštevati načelo sorazmernosti. 
Delodajalec je upravičen nadzirati namensko rabo oziroma uporabo delovnih sredstev, 
hkrati pa ga veže obveznost varovanja delavčeve osebnosti in zasebnosti.  
b) Zaradi razvoja tehnologije postaja področje delovnih sredstev z vidika varstva osebnih 
podatkov delavcev, tudi ob odsotnosti zakonske ureditve meja posegov delodajalca, vse 
bolj zahtevno. Ukrepi delodajalca naj bodo zato čim manj invazivni.  
c) ESČP je v svoji obsežni praksi oblikovalo standard utemeljenega pričakovanja 
zasebnosti delavcev na delovnem mestu. To pomeni, da mora biti vsaka oblika nadzora, 
ki posega v pravico do zasebnosti delavca, določena v notranjih aktih delodajalca in 
delavcu vnaprej znana ali pa mora temeljiti na zakonski podlagi. Delodajalec mora 
delavcu predstaviti mejo pričakovane zasebnosti pri uporabi delovnih sredstev. 
d) Smotrno bi bilo razmisliti o tem, v kakšnem obsegu lahko tehnološki ukrepi 
pripomorejo k reševanju upravljalskih, kadrovskih in drugih težav delodajalca, in 
morebiti razmisliti v smeri sprejema ukrepov, ki pripomorejo k spodbujanju motivacije.  
 
Delavec lahko na služben elektronski naslov prejema službena in zasebna pisanja. Ker sta obe 
vrsti pisanj naslovljeni na isti elektronski naslov oziroma se v njem nahajata ju je v praksi težko 
razločevati.108 Zato naj bo pregled elektronske pošte delavca dopusten le v izjemnih primerih, 
ki so opredeljeni v internem aktu delodajalca in ko namena ni mogoče doseči na milejši način109 
(npr. nenadna smrti zaposlenega, ki v službenem elektronskem predalu hrani podatke, ki so 
ključnega pomena za poslovanje podjetja). Informacijski pooblaščenec ob tem poudarja, da naj 
bo tudi v izjemnih primerih dopusten le vpogled v t.i. prometne podatke (elektronski naslov 
pošiljatelja in prejemnika, datum in čas pošiljanja oziroma prejema, opis zadeve, morebitne 
priloge in njene specifikacije), v samo vsebino pa le na podlagi odredbe sodišča ali vsakokratne 
izrecne svobodne privolitve delavca.110   
 
                                                          
107https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_-_Varstvo_OP_v_delovnih_razmerjih.pdf, 
str. 21. 
108 Ustrezen ukrep bi npr. lahko predstavljajo ločevanje službene in zasebne korespondence in dokumentacije.  
109 Npr. zaseg in zapečatenje službenega računalnika v primeru suma, da so na njem shranjeni podatki o izvršenem 
kaznivem dejanju, ki bi utegnili biti obravnavani kot dokaz v kazenskem postopku. Preiskava  nosilca »na lastno 





Iz sodb Višjega delovnega in socialnega sodišča111 je mogoče povzeti, da se ustavno 
zagotovljena tajnost pisem in drugih občil nanaša tudi na elektronska sporočila, shranjena v 
obliki datotek na trdem disku računalnika. Delavec se s tem, ko elektronska sporočila shrani na 
trdi disk delovnega sredstva, do katerega je mogoč dostop brez vpisa varnostnega gesla, ne 
odpove pravici do zasebnosti. Shranjene dokumente bi bilo mogoče upoštevati kot dokaz v 
pravdnem postopku izključno na podlagi izrecnega soglasja delavca delodajalcu za uporabo 
shranjenih dokumentov. V okvir zagotovljenega varstva zasebnosti pa ne sodi elektronska 
pošta, ki jo delavec pošilja v imenu delodajalca in tako komunicira z njegovimi strankami. 
Delodajalec ima zato vedno pravico do pregleda korespondence delavca, ki se nanaša na 
izpolnjevanje delovnih obveznosti.  
 
Delavec v okviru opravljanja delovnih obveznosti lahko uporablja službeni mobilni telefon, 
katerega naročnik in plačnik je delodajalec, ki v ta namen s ponudnikom mobilne telefonije 
sklene naročniško razmerje. Zato je smotrno, da delodajalec v splošnih aktih vnaprej določi 
višino (mesečnega, letnega) kritja za določeno mobilno številko, presežek pa naj krije delavec, 
v kolikor ne dokaže, da so prekoračeni izdatki rezultat uporabe telefona v službene namene.112 
 
Podatek o obiskani spletni strani šteje za osebni podatek zaposlenega. Zaposleni lahko z 
obiskovanjem spletnih strani v zasebne namene izkazuje svoje interese, počutja ali druga 
osebna stanja (npr. z delovnega sredstva odda zahtevek za odobritev višjega zneska kredita 
preko spletne banke kar kaže na njegovo premoženjsko stanje, medtem ko nakup zdravil kaže 
na zdravstveno stanje). Vpogled v podatke o obiskanih spletnih straneh je zato dopusten le v 
izjemnih primerih (npr. obisk spletne strani, katerega posledica je širjenje zlonamerne 
programske opreme na druga delovna sredstva) in pod pogoji, določenimi v internem aktu 
delodajalca. Delodajalci se v praksi denimo odločajo za omejitev dostopa (blokado) določenih 
spletnih strani (navadno spletnih strani socialnih omrežij). Eden izmed načinov izvedbe 
takšnega ukrepa je npr. blokada IP naslova spletne strani. 113 
 
Multifunkcijske naprave, ki v sebi združujejo možnost tiskanja, kopiranja, skeniranja in 
pošiljanja fax sporočil, so z razvojem tehnologije pridobile na pomenu. Privzete nastavitve te 
naprave (lahko) omogočajo samodejno shranjevanje podatkov o opravilih na napravi (npr. 
                                                          
111 Sodba Višjega delovnega in socialnega sodišča v Ljubljani, opr. št. Pdp 49/2011 z dne 15.04.2011 in sodba 




str. 27 in 28 
39 
 
uporabniško ime, čas tiskanja, ime skeniranega dokumenta, število strani ipd.). Zbirka, ki na 
podlagi teh podatkov nastane predstavlja zbirko osebnih podatkov in sodi pod varstvene 
določbe ZVOP-1. Delodajalec je zato ni upravičen pregledovati. Podatki, ki jih naprava 
samodejno shrani se lahko nanašajo na premoženjsko (kopija izpiska prometa na bančnem 
računu za namene ugotavljanja mesečne uporabe), zdravstveno (skeniranje izvida o poškodbi 
kolena) ali drugo osebno stanje, katerega želi delavec ohraniti zase. Obenem je treba upoštevati 
tudi interes delodajalca, da omeji mesečni (letni) strošek tiskanja in zato uvede določene ukrepe 
(npr. limit natisnjenih strani glede na delovno mesto zaposlenega).114 
 
O izvajanju nadzora (uporabe) službenega vozila z GPS sledilno napravo mora biti delavec 
vnaprej obveščen (npr. interni akt delodajalca), pri čemer naj bo uporaba te naprave omejena 
na izjemne primere (npr. varnost ljudi, premoženja). Delavcu naj bo na voljo tudi možnost, da 
lahko napravo sam izklopi.115 Razvoj IKT pa je prispeval tudi k temu, da delavci na delovnem 
mestu bistveno pogosteje uporabljajo lastne zasebne naprave (prenosne in tablične računalnike, 
pametne telefone). Varstvo osebnih podatkov delavcev v okviru delovnega procesa je treba 
zagotoviti tudi pri uporabi zasebnih naprav za službene namene.  
 
Po prenehanju delovnega razmerja preneha tudi pravna podlaga za obstoj elektronskega predala 
bivšega zaposlenega (48. člen ZDR-1), zato mora delodajalec elektronski predal bivšega 
zaposlenega deaktivirati. Hkrati z ukinitvijo je smotrno uvesti tudi  avtomatsko obvestilo o 
neobstoju deaktiviranega e-naslova in o obstoju novega e-naslovu, na katerega naj 
zainteresirane osebe posredujejo svoja sporočila. Delavcu naj se pred odhodom omogoči, da iz 
službenega e-predala, računalnika in drugih delovnih sredstev, ki jih je pri svojem delu 
uporabljal izbriše, odstrani in prenese zasebno korespondenco in druge dokumente zasebne 
narave ali pa jih shrani na drug podatkovni medij. Delodajalec naj v internem aktu predpiše tudi 






                                                          
114https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_-_Varstvo_OP_v_delovnih_razmerjih.pdf, 
str. 28 
115 http://www.pirc-musar.si/zasebnost-na-delovnem-mestu/. O uporabi GPS naprav v službenih vozilih se je 
izrekel tudi informacijskih pooblaščenec v mnenjih št. 0712-107/2008/2 z dne 14.02.2008, 0712-2/2010/462 z dne 
23.03.2010 in 0712-1/2014/3247 z dne 17.10.2014. 
116 Mnenje Informacijskega pooblaščenca št. 0712-1/2015-1672 z dne 18.06.2015. 
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10. PRIMERJALNOPRAVNI VIDIK 
 
Izsledki raziskave ameriške družbe CareerBuilder iz leta 2016 so pokazali, da 60% delodajalcev 
uporablja socialna omrežja (tudi) za iskanje podatkov o kandidatih za zaposlitev. Ta odstotek 
je leta 2015 znašal 52%, leta 2008 22% in leta 2006, ko je bila raziskava prvič opravljena, 11%. 
Odstotek delodajalcev, ki kandidate preverijo na socialnih omrežjih se je v letu 2017 povzpel 
na 70%. Delodajalci na ta način o kandidatih iščejo predvsem informacije, ki podpirajo ustrezne 
kvalifikacije navedene v življenjepisu (61%), obstoj spletne osebnosti (50%), vsebino objav 
drugih oseb o kandidatu (37%) in razloge, zaradi katerih kandidat morebiti ni primeren za 
zasedbo prostega delovnega mesta (24%). Več kot četrtina delodajalcev je na spletnih omrežjih 
o zaposlenih našla vsebino, katere posledica so bili disciplinski ukrepi zoper delavca. Raziskava 
je med drugim pokazala tudi, da delodajalci spletna omrežja uporabljajo tudi za preverjanje 
aktivnosti že zaposlenih delavcev (43%). Dobro ime in ugled delodajalca v družbi ima zanj 
lahko pomembne posledice na področju poslovnega sodelovanja, zato je zanj pomembna tudi 
predstavitev in podoba njegovih delavcev na socialnih omrežjih. Tudi kandidati pogosto 
preverjajo bodočega delodajalca na spletnih omrežjih. Udejstvovanje in objavo na socialnih 
omrežjih je mogoče skozi oči delavca videti tudi kot način, ki lahko poveča zaposlitvene 
možnosti. Več kot 44% delodajalcev je na spletnih straneh našlo vsebino, ki je rezultirala v  
zaposlitvi kandidata. Npr. kandidatove informacije na socialnih omrežjih so bile usklajene z 
njegovimi poklicnimi kvalifikacijami (38%), izkazane so bile odlične komunikacijske 
spretnosti (37%), profesionalna podoba (36%), kreativnost (35%).117   
 
Po mnenju Delovne skupine iz 29. člena Direktive Evropskega parlamenta in Sveta 95/46/ES z 
dne 24. oktobra 1995 je poizvedovanje delodajalca za informacijami o kandidatu mogoče le v 
izjemnih primerih. Mogoče si je zamisliti primer, ko delodajalec v procesu izbirnega postopka 
preverja spletne profile kandidatov na različnih socialnih omrežjih in pridobljene informacije  
vključi v izbirni postopek. Le v primeru, ko je za razpisano delovno mesto nujno in pomembno 
pregledati in preveriti informacije o kandidatu na spletnih socialnih medijih (npr. specifična 
ocena tveganja kandidata za določeno funkcijo) in so kandidati o tem obveščeni (npr. v razpisu 
za prosto delovno mesto) ima delodajalec na podlagi točke (f) 7. člena Direktive 95/45/ES 
pravno podlago za pregled javno dostopnih informacij o kandidatu.118 Dokazovanje morebitne 
diskriminacije v okviru izbirnega postopka je v tem primeru že po sami naravi težavno. 




protection/article-29/documentation/opinion-recommendation/files/2001/wp48_en.pdf, str. 11.  
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Priporočilo Odbora ministrov o varstvu osebnih podatkov v zvezi z zaposlovanjem iz leta 2015 
v 5.3. točki 5. člena navaja, da naj se delodajalec vzdrži poizvedovanja po informacijah, ki jih 
zaposleni ali kandidat deli z drugimi na spletu, zlasti preko socialnih omrežij.119 
 
Primerjalnopravno gledano je iz ureditve varstva zasebnosti in s tem osebnih podatkov delavcev 
mogoče razlikovati med »ameriškim« in »evropskim« pristopom. Prvi daje prednost zaščiti 
interesov delodajalca kot lastnika delovnih sredstev, ki ima praktično neomejen dostop do 
podatkov, ki jih kandidat ali delavec objavi na spletnih omrežjih. Drugi pa izrecno poudarja, da 
je človek v prvi vrsti nosilec temeljnih človekovih pravic in svoboščin in mu kot takemu slednje 
pripadajo tudi na delovnem mestu.  
 
Specialno zakonodajo o varstvu zasebnosti na delovnem mestu ima Finska, ki je kot ena izmed 
prvih to področje v evropskem prostoru uredila v specialnem predpisu. Nanaša se na preizkuse, 
ki ocenjujejo primernost kandidata za določeno delovno mesto, zdravstvene preglede, podatke 
o zdravstvenem stanju delavcev, postopke, povezane s tehničnim nadzorom in uporabo 
informacijskih omrežij, genetska testiranja in druga vprašanja varstva osebnih podatkov 
delavcev na delovnem mestu. Izrecno prepoved izvajanja genetskih testov kandidatov ali 
delavcev poznajo v avstrijski zakonodaji. V Franciji je pravica delavcev do zasebnosti na 
delovnem mestu in s tem varstvo njihovih osebih podatkov urejeno v splošnem predpisu, 
zakonu o delovnih razmerjih.120 Nemčija pa je kot prva izmed držav članic EU sprejela nov 












                                                          
119 Povzeto po 5.3. točki 5. člena Priporočila dne 01. aprila 2015. 
120 http://ec.europa.eu/justice/data-protection/article-29/documentation/opinion-
recommendation/files/2001/wp48_en.pdf, str. 9 in 10.  
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 11. »POPRAVNA SODBA« - Bărbulescu proti Romuniji  
 
Obravnavani primer je pilotni z vidika, da je ESČP v tej zadevi prvič odločilo o vprašanju 
nadzora elektronskih komunikacij zaposlenih s strani zasebnega delodajalca. Odločitev 
velikega senata v predmetni zadevi, ki je ugotovil kršitev 8. člena EKČP je izrednega pomena, 
saj zoper sodbo velikega senata ni mogoče vložiti pritožbe in je za državo zavezujoča. Veliki 
senat ESČP je razsodil, da predstavlja nadzor elektronskih komunikacij zaposlenega kršitev 
pravice do spoštovanja zasebnega in družinskega življenja, doma in dopisovanja. Po mnenju 
velikega senata nacionalni organi pritožnikove pravice do spoštovanja zasebnega življenja in 
korespondence niso ustrezno zaščitili. Posledično tudi niso ustrezno pretehtali interesov 
vpletenih subjektov. Nacionalna sodišča predvsem niso ugotovila, ali je bil pritožnik predhodno 
obveščen o možnosti nadzora, niti niso upoštevala dejstva, da pritožnik o naravi ali obsegu 
nadzora oziroma stopnji posega v njegovo zasebno življenje in korepondenco ni bil obveščen. 
Poleg tega tudi niso ugotovila obstoja razlogov, ki bi utemeljevali in upravičevali uvedbo 
nadzornih ukrepov, niti niso ugotovila, ali bi lahko delodajalec uporabil manj invazivne (blažje) 
ukrepe in niti, ali je bilo do korespondence pritožnika dostopano brez njegovega vedenja in kdaj 
je bilo do nje dostopano. V skladu z mednarodnimi in evropskimi standardi morajo biti 
zaposleni obveščeni o morebitnem izvajanju nadzora pred njegovo uvedbo. Sodišče se je pri 
tem oprlo na določbe Kodeksa o zaščiti osebnih podatkov delavcev iz leta 1997 in Priporočilo 
CM/Rec (2015)5 Odbora ministrov o obdelavi osebnih podatkov v okviru zaposlitve. V 
predmetnem sporu pritožnik ni bil vnaprej obveščen o obsegu in naravi nadzora ali o 
morebitnem dostopu do same vsebine komunikacije. Veliki senat je poudaril, da nacionalna 
sodišča niso upoštevala resnosti posledic nadzora delovne naprave pritožnika in naknadno 
uvedenega disciplinskega postopka. Pritožnika je doletela najhujša disciplinska sankcija – 
odpoved delovnega razmerja.121 
 
Odločitev sodišča ne pomeni da delodajalci v nobenem primeru ne smejo spremljati 
komunikacije delavcev ali da ne morejo odpovedati pogodbe o zaposlitvi delavcu, ki uporablja 
internet na delovnem mestu za zasebne namene. Države morajo po mnenju sodišča zagotoviti, 
da delodajalec, ki sprejme ukrepe za nadzor nad komunikacijo zaposlenih, hkrati sprejme tudi 
ukrepe, ki omogočajo ustrezno varstvo pred zlorabami. Sodišče je v 121. točki sodbe122 določilo 
merila, ki jih morajo uporabiti nacionalni organi kadar presojajo, ali je določen ukrep 
                                                          
121http://www.echr.coe.int/Documents/Press_Q_A_Barbulescu_ENG.PDF,http://www.iusinfo.si/DnevneVsebine
/Novice.aspx?id=203032.  




sorazmeren z zasledovanim ciljem in ali je delavec v konkretnem primeru ustrezno zaščiten 
pred arbitrarnostjo (sorazmernost in spoštovanje ter zagotavljanje postopkovnih jamstev. 
Merila so:  
a) Ali je bil zaposleni predhodno obveščen o možnosti sprejema ukrepov za spremljanje 
korespondence in drugih komunikacij ter o izvajanju takih ukrepov. 
b) Obseg sprejetega ukrepa in stopnja posega v zasebnost zaposlenih. Pri tem je treba 
razlikovati med spremljanjem pretoka komunikacij in vsebino komunikacij.  
c) Ali je delodajalec izkazal, da obstajajo utemeljeni razlogi, ki upravičujejo nadzor nad 
komunikacijami in dostop do same vsebine komunikacij.  
d) Ali bi bilo mogoče vzpostaviti nadzor s pomočjo manj invazivnih ukrepov in metod kot 
s samim dostopom do vsebine komunikacij zaposlenega.  
e) Posledice za delavca, nad katerim je vzpostavljen nadzor in namen uporabe izsledkov 
takega nadzora. Predvsem, ali so bili rezultati uporabljeni za doseganje cilja nadzora. 
f) Ali so bila delavcem zagotovljena zadostna jamstva, predvsem kadar je nadzor 
delodajalca posebej invaziven. Takšni zaščitni ukrepi morajo zagotavljati predvsem to, 
da delodajalec ne more dostopati do dejanske vsebine komunikacije, razen v kolikor je 





















Varstvo osebnih podatkov delavca predstavlja pomemben aspekt posameznikove pravice do 
zasebnosti. Na nacionalni ravni pravico do varstva osebnih podatkov zagotavlja ustava kot 
vrhovni državni akt. Splošni predpis, ZVOP-1, področno ureja izvajanje videonadzora in 
uvedbo biometrijskih ukrepov. Specialni predpis na področju delovnih razmerij v povezavi z 
varstvom osebnih podatkov je ZDR-1, ki v določbi 48. člena predvideva generalno klavzulo. 
Osebni podatki delavcev se na podlagi te določbe lahko zbirajo, obdelujejo, uporabljajo in 
posredujejo tretjim osebam samo, če je to določeno z ZDR-1 ali drugim zakonom ali če je to 
potrebno zaradi uresničevanja pravic in obveznosti iz delovnega razmerja ali v zvezi z njim. V 
navezi z omenjenim členom je pomembna določba 12. člena ZEPDSV, ki določa evidence, ki 
jih vodijo delodajalci in v katere se vpisujejo v zakonu taksativno našteti podatki. Določenih 
osebnih podatkov delavca delodajalec ne sme nikoli zbirati (npr. podatek o diagnozi bolezni), 
za nekatere mora izkazati utemeljen razlog za zbiranje (npr. številka oblačil in obutve zaradi 
nakupa službene uniforme), tretje pa lahko zbira na podlagi privolitve delavca (npr. zasebna 
telefonska številka). Kršitev določb o varstvu osebnih podatkov je sankcionirano na 
prekrškovni (denarna kazen), kazenski in civilnopravni ravni. Obstoječa ureditev poudarja 
pomen varstva osebnih podatkov delavcev, saj je na področju obdelave osebnih podatkov 
prepovedano vse, kar ni z zakonom izrecno dovoljeno.  
 
Sodobni razvojni trendi informacijskih tehnologij predstavljajo z vidika varstva osebnih 
podatkov delavcev določene nevarnosti. Novi načini obdelave in nadzora nad osebnimi podatki 
so zaposlenim manj vidni (npr. mobilni aparati oddajajo lokacijo že samo s tem ko so 
vklopljeni, izvajajo se lahko različni načini prikritega nadzorovanja – npr. pisalo z vgrajeno 
kamero, ki omogoča zajem slike in zvoka). To pod vprašaj postavlja npr. izpolnjenost pogoja 
predhodne pisne obveščenosti delavcev o izvajanju videonadzora in lahko pomeni obid pravnih 
kavtel, ki narekujejo zaščito šibkejše stranke. Osebni podatki posameznika so poleg tega lahko 
»tržni produkt« in lahko predstavljajo vir zaslužka številnih entitet. Posameznik je v prvi vrsti 
človek in kot nosilec temeljnih človekovih pravic in svoboščin upravičen tudi na delovnem 
mestu uresničevati pravico do informacijske samoodločbe. Pravica delodajalca, da nadzoruje 
izpolnjevanje pogodbenih obveznosti ni vselej neomejena. Ključnega pomena je zato najti 
ustrezno ravnovesje med kolizijo interesov delavca in delodajalca ter pri sprejemu dokončne 
odločitve upoštevati načelo sorazmernosti, ki je splošno sprejeto tudi v sodni praksi ESČP. 
Kvalitativnih značilnosti sodobnih tehnologijam ni mogoče odrekati saj postajajo nepogrešljiv 
»pomočnik« pri zaznavi in preprečevanju izgube intelektualne in materialne lastnine podjetja. 
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V kolikor so v delovni proces ustrezno implementirane pa tudi višjo raven varstva osebnih 
podatkov, poslovne dokumentacije in drugih zaupnik informacijh vpletenih akterjev in tretjih 
oseb.  
 
Tudi uporaba delovnih sredstev lahko vpliva na uresničevanje pravice delavca do varstva 
osebnih podatkov. Delavec denimo na službeni računalnik »shrani« zdravniški izvid ali preko 
elektronske pošte komunicira z osebnim zdravnikom v zvezi s poslabšanjem zdravstvenega 
stanja in morebitno diagnozo. Na področju uporabe delovnih sredstev delodajalca in nadzora 
nad njimi izrecne zakonodajne ureditve na nacionalni ravni (še) ni. Zato so izjemnega pomena 
aktivnosti Informacijskega pooblaščenca (izdajanje odločb, priporočil in neobvezujočih 
mnenj). Poudariti je treba tudi pomen nacionalne sodne prakse, ki je na tem področju sicer 
redka, vendar je iz že obravnavanih primerov mogoče razbrati, da se tudi sodišča nagibajo v 
prid varstvu delavca pred posegi ekonomsko močnejše pogodbene stranke. Sodišče je v eni 
izmed obravnavanih zadev odločilo (prej: dejalo), da so preusmeritve elektronske pošte in 
uporaba službenega elektronskega naslova bivšega zaposlenega, po prenehanju delovnega 
razmerja nezakonite in pomenijo kršitev določb ZVOP-1. Iz prakse ESČP pa izhaja, da je treba 
življenjske situacije obravnavati kazuistično in stremeti k ravnovesju med pogodbenimi 
strankami, pri tem pa upoštevati načelo sorazmernosti. Zanimivo bo zato spremljati razvoj 
obravnavane tematike po 25. maju 2018, ko se bo začela neposredno uporabljati Splošna uredba 
o varstvu podatkov, ki med drugim določa tudi, da se pred začetkom izvajanja ukrepa, ki posega 
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