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 要  旨 
 近年, インターネット普及にともない, オンライン取引の利用が急激に増加し







ことも可能となる. これでは, ソフトウェアが堅牢に設計されていても, 正しく
動作するとは限らなくなる. すなわち, アルゴリズムによってデジタル署名の安
全性が保証されているが, 運用上安全であるとは言えない.  










ーを用いた. データに署名をつけ, プリントサーバーで検証し印刷することで, 
TRM内のデータを正しく確認可能となる. 次に, ユーザーからTRMへの通信は, 予
めTRM内で生成し暗号化したワンタイムパスワードをプリントサーバー内で復号
化, 印刷し, それをユーザーが入力することで可能とした.  
本方式を用いることで, デジタル署名にかかる時間コストは通常方式に比べ
て, 約5倍の時間が必要である. また, 文書を印刷しなければ署名が行えないた
め, 印刷時間が新たに発生することになるが, 現在において契約書を印刷して物
理空間に保管することは日常的に行われているため, 利便性が大きく損なわれな
いと考える. また, 提案方式におけるユーザーの操作手順に関しては, 従来方式
と比較して大きく手間が増えずに実行が可能である.  
 
 
